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resumo Desde a invenc¸a˜o da ”caixa ma´gica” que mudou o mundo (TV), esta tem
vindo a evoluir constantemente sofrendo transformac¸o˜es na˜o so´ ao nı´vel
fı´sico e electro´nico mas tambe´m do ponto de vista do conceito subjacente.
O aparecimento da televisa˜o digital (DTV) enquadra-se numa das mais
significativas evoluc¸o˜es da televisa˜o nos u´ltimos anos que permite actualmente
ao utilizador usufruir de uma experieˆncia multime´dia de grande qualidade
a´udio–visual mas ainda muito pouco interactiva. Actualmente o telespectador
exige muito mais do que estar restrito a seleccionar um dos canais disponı´veis
num equipamento de TV que na˜o interage consigo ao nı´vel do conteu´do e na˜o e´
personaliza´vel. Tem-se verificado que o conceito de aparelho de TV esta´ cada
vez mais generalizado a qualquer equipamento com as condic¸o˜es minı´mas
que permitam ao utilizador assistir a conteu´dos multime´dia. Sa˜o exemplos
disso dispositivos como alguns telemo´veis, PDAs e computadores pessoais
(PCs). Estes, quando ligados a` Internet, permitem ao utilizador obter uma
experieˆncia multime´dia fixa ou mo´vel muito mais interactiva e personaliza´vel
usufruindo de um leque diversificado de conteu´dos. Assim sendo, porque
na˜o integrar a televisa˜o na Internet e a Internet na televisa˜o? E´ neste
aˆmbito que surge o conceito de IPTV como sistema de televisa˜o acessı´vel,
interactiva, personaliza´vel, global e heteroge´nea tanto ao nı´vel dos conteu´dos
como ao nı´vel da rede de comunicac¸a˜o e caracterı´sticas dos dispositivos cliente,
funcionando sobre uma rede IP global.
Nesta Dissertac¸a˜o de Mestrado foi projectado e implementado um proto´tipo
de um servidor IPTV que se prende com a agregac¸a˜o e gesta˜o de uma
multiplicidade e diversidade de conteu´dos multime´dia existentes na Internet.
O trabalho desenvolvido conduziu tambe´m a` criac¸a˜o de condic¸o˜es para a
introduc¸a˜o de uma componente de aprendizagem dinaˆmica inteligente do
perfil do utilizador, tendo em vista a sugesta˜o automa´tica de conteu´dos. A
agregac¸a˜o e gesta˜o de conteu´dos tem como objectivo final a disponibilizac¸a˜o
destes a um cliente IPTV gene´rico (que na˜o faz parte dos objectivos deste
trabalho). Este cliente devera´ ter como func¸a˜o tratar de todo o processo de
interacc¸a˜o com o utilizador e acesso efectivo aos conteu´dos num ambiente de
utilizac¸a˜o completamente heteroge´neo em termos de hardware e necessidades
do utilizador, orientado a` convergeˆncia e mobilidade dos meios de visualizac¸a˜o.
O sistema desenvolvido tenta ser o mais modular possı´vel tendo em vista
distribuir o processamento em rede e permitir facilmente a integrac¸a˜o de novos
servic¸os ou a alterac¸a˜o dos existentes. O servidor desenvolvido na˜o contempla
qualquer mecanismo de codificac¸a˜o, compressa˜o e optimizac¸a˜o dos fluxos
multime´dia nem qualquer politica de gesta˜o e transporte dos mesmos na rede
de comunicac¸a˜o.
keywords IPTV, Digital Television, Customization, Automatic Customization, Aggregation,
Availability, Learning, Services, Universality
abstract Since the invention of the “magic box” that changed the world (TV), it has
constantly evolved not only at the physical and electronic levels, but also in
its underlying concept. The appearance of digital television is one of the
most significant developments in television in recent years and has allowed
users to enjoy a multimedia experience with much more quality but without
significantly more interactivity. Currently, the viewer requires much more than
being only restricted to select one of the available channels on the TV equipment
that can’t interact very much with him and that is not customizable. The TV
equipment concept is becoming more generalized to any equipment that has
the minimum capabilities that allow the user to view multimedia contents with
sound and image. Mobile phones, PDAs and personal computers (PC) are
some examples of systems that allow the user, once connected to the Internet,
to obtain a fixed or mobile multimedia experience that is more interactive and
customizable, benefiting from a diverse range of available contents. So, why
not extend these features of personalization and interactivity to “conventional”
television systems and turn devices such as PCs and mobile phones into non
dedicated TV systems? This constitutes the concept of IPTV, as an accessible,
interactive, customizable, comprehensive and heterogeneous environment, both
in its contents, networking level, communication features and client devices.
In this Master’s Thesis, a prototype of an IPTV server system was designed and
implemented having in mind the aggregation and management of a multiplicity
and diversity of media contents that are available on the Internet. The work
has also created the conditions for introducing a learning component of the
user profile in an intelligent and dynamic way, in order to suggest contents in
an automatic and inteligente form. The aggregation and content management
has the final objective of making all contents available to an IPTV client (whose
development is not the aim of this work). The client system must be designed to
handle the whole process of interacting with the user and access the multimedia
contents, in an usage environment that is focused on convergence and mobility
in terms of visualization and completely heterogeneous in terms of hardware
and user’s needs. The developed system tries to be as modular as possible,
with the objective of distributing the processing across the network and allow an
easy integration of new services or the modification of existing ones. The server
has no mechanisms for encoding, compression and optimization of multimedia
streams, nor has any management mechanisms for the multimedia transport
over the communication network.
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Glossario
Anycast Um pacote enviado para um endereco de anycast e entregue a um qualquer
endereco de um conjunto de enderecos que s~ao indicados como possveis pontos de
passagem no percurso do pacote ate ao seu destino. Esta arquitectura de routing
preve^ que a informac~ao seja encaminhada pelo destino \mais perto" ou \o melhor"
com base na topologia de rede. Em anycast existe, a semelhanca do multicast e
broadcast, uma associac~ao de um-para-muitos entre o endereco de rede e os desti-
nos possveis. Cada endereco destino identica um conjunto de pontos de recepc~ao
nais, mas somente um deles e escolhido em cada altura para receber os dados de
um qualquer emissor e os transmitir para o proximo no. Este mecanismo confere
balanceamento e redunda^ncia relativa aos multiplos caminhos possveis na rede para
atingir um mesmo destino. (ver gura 2);
Arvore No contexto das Cie^ncias da Computac~ao, uma arvore e uma estrutura de dados
em que os mesmos est~ao dispostos de forma hierarquica. Uma arvore e composta por
um elemento principal chamado raiz, que possui ligac~oes para outros elementos, que
s~ao denominados de \lhos". Estes \lhos" podem levar a outros elementos que, por
sua vez, tambem podem possuir \lhos". Os elementos que n~ao possuem \lhos" s~ao
denominados de \folhas" ou nos terminais;
Atom O Atom e baseado em eXtensible Markup Language (XML) possuindo uma fun-
cionalidade muito semelhante ao conhecido Really Simple Syndication (RSS), mas
sendo o seu desenvolvimento considerado mais sosticado do que o do RSS. O
nome Atom aplica-se a um conjunto de normas associadas. O Atom Syndication
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Format (ASF) e uma linguagem XML utilizada para web feeds, enquanto que o Atom
Publishing Protocol (APP) e um protocolo baseado em Hypertext Transfer Proto-
col (HTTP) simples para criar e actualizar recursos web. Web feeds permitem que
programas veriquem se ha actualizac~oes publicadas num determinado site. Para
fornecer uma web feed, o dono ou gestor do site disponibiliza um conjunto de links
para as mesmas feeds que n~ao s~ao mais que cheiros XML que v~ao sendo actualiza-
dos pelo site traduzindo as alterac~oes relativas a este ao longo do tempo. As feeds
podem ent~ao ser transferidas atraves do site que distribui o conteudo ou por um
programa especco para esta func~ao denominado Feed Reader (leitor de feeds ou
agregador). Este permite aos utilizadores deste protocolo a subscric~ao de feeds e a
leitura do seu conteudo. Uma feed pode conter diversos tipos de informac~oes desde
notcias textuais, artigos completos, links para conteudo na Internet entre outro tipo
de dados sempre acompanhados por dados extra (metadata) tais como ttulo, data de
publicac~ao da feed, autores, assunto, palavras chave, etc. O formato Atom foi desen-
volvido como uma alternativa ao protocolo RSS. Ben Trott, um defensor deste novo
formato, acredita que o RSS possui limitac~oes e falhas, tais como a actual falta de
inovac~ao e a necessidade de permanecer retrocompatvel, sendo que haveria grandes
vantagens em elaborar uma nova concepc~ao [45]. Apoiantes do formato Atom for-
maram o IETF Atom Publishing Format and Protocol Workgroup. O formato Atom
Syndication (ASF) foi publicado como proposta de norma IETF na RFC 4287 e o
Atom Publishing Protocol (APP) foi publicado como RFC 5023. Este grupo que
trabalha neste projecto tem o apoio de grandes empresas como a Google;
BitTorrent E um protocolo de partilha de dados que utiliza uma arquitectura Peer-to-
Peer (P2P) usado para distribuic~ao de grandes quantidades de dados por um elevado
numero de utilizadores. BitTorrent e um dos protocolos actualmente mais comuns
para transfere^ncia de arquivos de grande dimens~ao em todo o mundo. O protocolo
BitTorrent permite aos seus utilizadores distribuir grandes quantidades de dados sem
sobrecarregar nenhum sistema central de armazenamento. Um utilizador ao mesmo
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tempo que obtem determinado cheiro, partilha os \pedacos" que ja possui deste e de
outros que ja possua e deseje disponibilizar na rede. Deste modo, uma determinada
partilha n~ao se encontra armazenada num so ponto crtico da rede mas distribuda
por multiplos utilizadores da mesma de forma indiscriminada. Com esta abordagem
e possvel aumentar a disponibilidade dos dados, a sua acessibilidade, a tolera^ncia a
falhas, a largura de banda dos downloads possibilitando a transfere^ncia simulta^nea a
partir de varias fontes e ainda a robustez e escalabilidade da rede;
bps, Kbps, Mbps; Bps, KBps, MBps Em telecomunicac~oes, o termo bit rate ou data
transfer rate refere-se a quantidade de informac~ao especicada em numero medio de
bits (\b" minusculo { unidade mnima de informac~ao) por unidade de tempo que
e transferida entre dois equipamentos que comuniquem entre si. Esta informac~ao e
tipicamente medida em multiplos da sua unidade (bit) por segundo. Um byte corres-
ponde a 8 bits e representa-se por um \B" maiusculo. Ainda e possvel acrescentar
como prexo multiplicadores como o \K" que signica \Kilo", \M" que signica
\Mega", \G" com o signicado de \Giga", e assim sucessivamente. Estes multipli-
cadores podem possuir diferentes valores consoante a unidade que multiplicam, ou
seja, sempre que se trata da unidade bytes e usado o multiplicador 1024n enquanto que
no caso da unidade bits e usado 1000n. Assim sendo, por exemplo 1Gbps = 10003bps,
enquanto que 1GBps = 10243Bps;
Broadcast Em oposic~ao ao unicast, a arquitectura broadcast refere-se a transmiss~ao de
dados (pacotes) numa rede em que esta sera recebida (conceptualmente) por todos
os dispositivos na rede. Na pratica, o alcance de uma transmiss~ao broadcast esta
limitado ao domnio de broadcast. Do ponto de vista da associac~ao subjacente ao
endereco de rede, esta e do tipo um-para-muitos entre o endereco de rede e os pontos
de entrega nais (ver gura 2);
Broadcatching E a denominac~ao utilizada para o acto de descarga de conteudo digital
que foi disponibilizado na Internet utilizando feeds RSS. A ideia geral deste termo
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e a utilizac~ao de um mecanismo automatizado para agregar multiplas feeds web de
modo a possibilitar o download ou streaming de conteudos solicitados para propositos
de visualizac~ao (ver pagina http://en.wikipedia.org/wiki/Broadcatching);
Clustering E uma tecnica de Data Mining que tem como objectivo criar agrupamentos
automaticos de dados (cluster) segundo um grau de semelhanca. O criterio que
identica o grau de semelhanca faz parte da denic~ao do problema e depende dos
algoritmos utilizados. Os mecanismos de clustering podem ser aplicados a diversos
tipos de problemas, desde que seja possvel extrair desses problemas um padr~ao nos
seus dados;
Data Mining Traduzido normalmente como \Prospecc~ao de dados", e o acto ou processo
de explorar grandes quantidades de dados a procura de padr~oes consistentes. Estes
padr~oes podem ser dados por regras de associac~ao ou seque^ncias temporais que visam
detectar relacionamentos sistematicos entre variaveis, criando assim novos subcon-
juntos de dados. Esta tematica e relativamente recente em cie^ncia da computac~ao
mas utiliza varias tecnicas da estatstica, recuperac~ao de informac~ao, intelige^ncia ar-
ticial e reconhecimento de padr~oes amplamente estudadas. E normalmente utilizada
numa grande variedade de problemas e e transversal a qualquer area de estudo;
Freque^ncia Portadora E um sinal analogico tipicamente sinusoidal que sera modulado
(alterado) para representar a informac~ao a ser transmitida. A freque^ncia portadora e,
geralmente, superior a do sinal modulador que e o sinal que contem a informac~ao a ser
transmitida. Os sinais de modulac~ao em freque^ncia (Frequency Modulation (FM)) e
de modulac~ao em amplitude (Amplitude Modulation (AM)) s~ao ambos transmitidos
com o auxlio de freque^ncias portadoras especcas. A freque^ncia propria de, por
exemplo, uma estac~ao de radio e na verdade, a freque^ncia central da \portadora";
Grafo Em Matematica e Cie^ncia da Computac~ao, um grafo e o objecto basico de estudo
da Teoria dos Grafos. Tipicamente, um grafo e representado como um conjunto de
pontos (vertices) ligados por linhas (as arestas). Dependendo da aplicac~ao, as arestas
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podem ser direccionadas, sendo representadas por "setas", ou n~ao direccionadas,
sendo representadas por linhas simples;
Jitter e late^ncia Jitter e a medida da variac~ao estatstica do tempo de entrega de dados
numa rede, ou seja, pode ser denida como a medida de variac~ao do atraso sucessivo
na entrega de pacotes de caractersticas semelhantes. Por outro lado, a late^ncia e a
diferenca de tempo entre o incio de um evento e o momento em que os seus efeitos se
tornam perceptveis. Em redes, a late^ncia de uma ligac~ao e uma medida estatstica
que mede o atraso medio de pacotes com caractersticas semelhantes desde o momento
em que s~ao enviados ate ao instante em que s~ao recebidos no seu destino;
Kernel O Kernel de um sistema operativo e entendido como o nucleo deste ou, numa
traduc~ao literal, o seu cerne. Este representa a camada de software mais proxima
do hardware, sendo responsavel por gerir os recursos do sistema computacional como
um todo;
Middleware E o termo usado para designar camadas de software que n~ao constituem
directamente aplicac~oes, mas que facilitam o uso, coere^ncia e interoperabilidade de
aplicac~oes e sistemas distribudos complexos. A camada de middleware, tal como o
proprio nome indica, situa-se no \meio" entre aplicac~oes distintas que necessitam de
comunicar entre si. Um exemplo comum de middleware e o Sistema Gestor de Base
de Dados (DBMS) que faz a ponte entre a base de dados sicamente criada e as
aplicac~oes que a desejam aceder atraves de uma linguagem de alto nvel. Aplicac~oes
actuais delegam e centralizam servicos comuns em camadas de middleware tornando-
se mais escalaveis e modulares fomentando a interoperabilidade;
Multithreading Capacidade de suportar a execuc~ao de multiplos uxos de execuc~ao de
um mesmo processo (threads), de forma concorrente, num mesmo processador, uti-
lizando os recursos de forma escalonada com o objectivo de optimizar o desempenho
da execuc~ao dos processos. Os threads pertencentes a um mesmo processo partilham
recursos de sistema como a memoria, o processador, a cache, etc. Caso o sistema
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computacional possua multiplos processadores, e possvel estabelecer um paralelismo
real de execuc~ao dos threads aumentando ainda mais o desempenho dos processos e
consequentemente do sistema computacional;
Multicast Em multicast a entrega de informac~ao (pacotes) n~ao e feita de forma singular
(como no caso do unicast) mas sim relativa a um grupo de destinatarios que recebem
os dados de forma \simulta^nea". Esta arquitectura usa uma estrategia muito mais
eciente de entrega de informac~ao quando esta e igual para multiplos destinatarios
(por exemplo, streaming de um mesmo vdeo em tempo-real), ocupando a ligac~ao
de transmiss~ao com um unico uxo de pacotes, criando copias do uxo somente
quando as ligac~oes para os destinatarios se separam. Do ponto de vista da associac~ao
subjacente ao endereco de rede, esta e do tipo um-para-muitos entre o endereco de
rede e os pontos de entrega nais (ver gura 2);
P2P e P2PTV Peer-to-Peer e o nome dado a uma arquitectura de rede para sistemas
distribudos caracterizada pela descentralizac~ao de func~oes na rede. Os elementos
numa rede P2P tanto podem realizar func~oes de servidor como de clientes, partil-
hando os dados que transferem na rede. O Peer-to-Peer Television network e uma
tecnica de disseminac~ao de conteudos multimedia (televis~ao) atraves da Internet uti-
lizando uma arquitectura P2P, onde e permitido a cada utilizador assistir a conteudos
audiovisuais e ao mesmo tempo partilhar estes com outros utilizadores segundo uma
politica de rede cooperativa. Este tipo de sistemas permite o balanceamento natu-
ral da carga na rede e uma maior redunda^ncia e disponibilidade dos dados, face a
sistemas cliente{servidor. A gura 2.11 representa as arquitecturas cliente{servidor
e P2P, permitindo visualizar as diferencas topologicas entre ambas. A gura 2.12
representa um exemplo esquematico de uma arquitectura Peer-to-Peer Television
network (P2PTV);
Podcasts e Videocasts Estes termos s~ao utilizados para referir a entrega online de
conteudos multimedia on demand via Atom ou RSS. O termo videocast e uti-
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lizado para distinguir a distribuic~ao de conteudos de vdeo dos podcasts que mais
comummente contem cheiros audio. Ambos utilizam a norma RSS como forma
de disseminac~ao dos conteudos, em que o utilizador subscreve a feed RSS que lhe
interessa e passa assim a receber os links actualizados para o tipo de conteudo pre-
tendido. Utilizando as tecnologias actuais, a subscric~ao do RSS e visualizac~ao do
conteudo respectivo pode ser efectuada utilizando um Personal Computer (PC), um
dispositivo movel e ate uma Set-Top Box (STB) que possua ligac~ao a Internet. Um
dos conteudos frequentemente mais distribudos na Internet utilizando vdeo pod-
casts (videocasts) s~ao as series televisivas. O termo enhanced podcast refere-se a um
podcast (de audio) em que e possvel mostrar imagens simulta^neamente e de forma
sincronizada com o audio. Uma lista de clientes para podcasts pode ser encontrada
em http://www.buzzmaven.com/podcast-software-list.html;
QoS e QoE O termo Quality of Service, em portugue^s \Qualidade de Servico", des-
igna, aplicado a redes de computadores, a capacidade de fornecer um servico de
comunicac~ao (dados, voz, imagem, etc.) de acordo com as exige^ncias impostas em
materia de tempos de atraso/resposta, perda de pacotes na rede e de largura de banda
disponvel. Por outro lado, Quality of Experience, em portugue^s \Qualidade de Ex-
perie^ncia do Utilizador", e uma medida subjectiva que visa quanticar a qualidade
de um servico aos olhos dos utilizadores. Este conceito esta intrinsecamente rela-
cionado com o conceito de Quality of Service (QoS), pois a qualidade de experie^ncia
do utilizador pode depender em muito da qualidade de servico do fornecedor, sendo
ambas metricas distintas. O QoS tenta medir objectivamente o servico prestado por
um fornecedor enquanto que o Quality of Experience (QoE) esta muito dependente
de tipo de utilizador. A gura 1 exemplica, de forma graca, os domnios destes
dois conceitos;
RSS Tipicamente traduzido como Really Simple Syndication e outras vezes como Rich Site
Summary, e um sistema que possibilita a publicac~ao de alterac~oes frequentes em web
xxv
User
Service
Application
Transport/Network
Q
o
E
 D
o
m
a
in
Q
o
S
 D
o
m
a
in
Figura 1: Grasmo exemplicativo dos domnios de QoE e QoS.
sites (paginas) ou servicos como blogs, paginas de notcias, servicos de multimedia
(audio e vdeo), entre outros, de uma forma padr~ao.[40] Um documento RSS (tambem
denominado feed, web feed ou canal) inclui o texto relativo ao web site de uma forma
total ou sumaria, juntamente com dados extra (metadata) como data de publicac~ao
da feed, autores, assunto, etc. Este mecanismo benecia quer quem o disponibiliza
quer quem o subscreve devido a permitir a disseminac~ao da informac~ao de uma forma
automatica, rapida, comoda e incisiva em quem esta interessado nela. Os utilizadores
passam a n~ao ser obrigados a consultar dezenas de web sites ou servicos apenas para
vericar se existe alguma actualizac~ao nos mesmos. Estas feeds podem ser lidas
utilizando programas denominados de RSS Readers (ou feed reader ou agregadores).
Estes programas permitem a subscric~ao e leitura de feeds e podem ser eles proprios
web sites/servicos web, programas de desktop ou programas para dispositivos moveis.
O protocolo RSS tem como especicac~ao um formato XML padr~ao, permitindo que
a informac~ao seja publicada uma vez e posteriormente lida em diversos sistemas e
programas completamente distintos. O utilizador subscreve ent~ao a(s) feed(s) que
deseja relativas as paginas e assuntos que lhe interessa simplesmente introduzindo o
endereco Uniform Resource Identier (URI) da respectiva feed ou pagina no leitor
de RSS. Outra forma comum de subscrever uma feed RSS e atraves do browser,
xxvi
pressionando o icon relativo ao RSS que, normalmente, permite ao browser identicar
e iniciar o processo de subscric~ao. O programa leitor de RSS verica regularmente
e de forma automatica todas as subscric~oes do utilizador, vericando se existe para
alguma delas actualizac~oes disponveis. Este programa permite normalmente n~ao so
a visualizac~ao do texto presente directamente na feed mas tambem a transfere^ncia
(automatica) de imagens e vdeos relativos a links que se encontram na mesma de
forma a possibilitar uma visualizac~ao completa do seu conteudo;
Streaming Fluxo de dados multimedia distribudos aos seus clientes atraves de uma
rede de telecomunicac~oes. Este conceito e frequentemente utilizado para distribuir
conteudos multimedia atraves da Internet. A utilizac~ao de streaming possibilita que
o utilizador aceda ao conteudo multimedia de uma forma rapida e faseada em que
n~ao necessita de transferir todo o conteudo para comecar a assistir ao mesmo. Tal
como o nome indica, trata{se de um uxo de dados que e usado para apresentar o
conteudo no momento ao utilizador sendo depois os dados, tipicamente, perdidos. A
informac~ao pode ser transmitida utilizando diversas arquitecturas, atraves de unicast,
multicast ou broadcast ;
Thread Em cie^ncias da computac~ao, um thread resulta da divis~ao do uxo de execuc~ao
de um processo em duas ou mais tarefas concorrentes. A implementac~ao dos threads
pode ser feita ao nvel do kernel ou ao nvel do utilizador. A implementac~ao do
mecanismo de threads pode diferir de sistema operativo para sistema operativo, mas
geralmente, um thread esta contido num processo. Multiplos threads podem existir
dentro de um mesmo processo, partilhando o mesmo espaco de enderecamento de
memoria (entre outros recursos), podendo desta forma comunicar e partilhar dados
atraves desta. Ao contrario destes, diferentes processos n~ao partilham o mesmo
espaco em memoria, n~ao podendo assim comunicar atraves desta regi~ao partilhada;
Unicast Em redes de computadores, este termo refere-se ao numero de utilizadores alvos
de uma transmiss~ao de dados (pacotes) de forma simulta^nea. S~ao transmiss~oes uni-
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cast aquelas cujo destino nal dos pacotes Internet Protocol (IP) seja um unico no
na rede. E um exemplo desta arquitectura a transfere^ncia de um cheiro anexado a
um e-mail. Do ponto de vista da associac~ao subjacente ao endereco de rede, esta e
do tipo um-para-um entre o endereco de rede e o ponto de entrega nal (ver gura
2);
Figura 2: Exemplos de transmiss~oes em unicast, multicast, broadcast e anycast, respecti-
vamente.
(Figura baseada em: http://en.wikipedia.org/wiki/Anycast)
Web crawler Um web crawler e um programa de computador que navega na Internet
de forma metodica e automatica em busca de um conjunto de dados especcos.
Este conceito pode ser traduzido por diferentes termos como indexadores da web,
indexadores automaticos, bots, worms, web spiders ou web robot ;
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Captulo 1
Introduc~ao
1.1 Motivac~ao e Contexto
Internet Protocol Television (IPTV) designa genericamente um servico de distribuic~ao
de conteudos multimedia em tempo real sobre uma rede IP como e o caso da Internet.
As fontes de conteudos multimedia s~ao cada vez mais abundantes (como por exemplo:
Videocasts, Vdeos YouTube, etc.) mas tambem cada vez mais heterogeneas e dispersas.
A dispers~ao e variedade de conteudos torna mais difcil fazer com que todos estes cheguem
ao seu publico alvo. Para alem disso, os utilizadores te^m cada vez mais diculdade em
obterem os conteudos multimedia que mais se adaptam as suas prefere^ncias sem que para
isso \esbarrem" em conteudos que n~ao lhes interessam. Existe assim a necessidade de
desenvolver uma infraestrutura de classicac~ao de conteudos e utilizadores bem como de
distribuic~ao personalizada desses conteudos que os torne mais acessveis.
Por outro lado, as empresas de telecomunicac~oes est~ao a investir cada vez mais para
oferecer aos seus clientes servicos de triple{play e, comecando ja a antever a fundamental
integrac~ao com servicos moveis, servicos quadruple{play (ver secc~ao 2.2.5). Este facto
faz com que haja uma converge^ncia ao nvel da rede para o protocolo IP, de forma a
oferecer multiplos servicos sobre a mesma. Numa rede all{IP, servicos personalizados e
interactivos podem ser oferecidos muito facilmente aos seus utilizadores. Existe assim um
forte potencial de integrac~ao e converge^ncia de varias tecnologias e servicos atraves da
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Internet como rede IP global, em que os sistemas IPTV poder~ao vir a ter uma posic~ao
preponderante, criando novos conceitos e novas oportunidades de negocio.
Na infraestrutura referida anteriormente, o sistema servidor devera manter uma listagem
dos conteudos multimedia residentes noutros sistemas (servidores), actualizada via RSS
ou outras tecnologias como, por exemplo, as Application Programming Interfaces (APIs)
genericas ou especcas de acesso aos varios provedores de conteudos, caso estas existam
e estejam disponveis. Devera tambem manter uma classicac~ao dina^mica dos conteudos
multimedia que se encontram na sua base de dados, classicac~ao essa construda e renada
de forma gradual em func~ao das interacc~oes dos clientes com os conteudos multimedia no
sistema. Para alem disso, o sistema devera manter um perl dos utilizadores e das reacc~oes
dos mesmos aos diferentes conteudos (feedback), de modo a esculpir dinamicamente as pre-
fere^ncias destes.
Esta caracterstica visa agregar o maximo numero de conteudos possvel, distribudos
atraves de diferentes servicos e provedores. Actualmente, cada provedor de conteudos
multimedia possui os seus proprios conteudos e meios de os distribuir, bem como soft-
wares cliente especcos que somente s~ao compatveis com o seu servico. Isto leva a uma
dispers~ao dos conteudos visto a interacc~ao entre os diferentes provedores ser diminuta e
logo ser necessario diferentes sistemas ou interfaces para aceder aos conteudos multimedia
disponibilizados.
A interacc~ao com o sistema projectado sera efectuada atraves de um cliente IPTV
construdo para o efeito, preferencialmente transversal a qualquer tecnologia e dispositivo
no mercado. Este cliente IPTV deve permitir ao utilizador aceder a todos os conteudos
sequencialmente ou atraves de playlists personalizadas (programac~ao) contendo os mesmos.
A visualizac~ao de conteudos \em tempo real" ao estilo da \televis~ao convencional" tambem
devera ser possvel, com o acrescimo de um conjuntos de funcionalidades que permitam
um elevado grau de controlo e interactividade com os conteudos apresentados.
Os conteudos recomendados poder~ao ser sugeridos tanto pelo sistema como por outros
utilizadores, assim como o utilizador podera sugerir conteudos a terceiros. Realizar a
procura de um conteudo especco com recurso a palavras-chaves e criterios multiplos, e
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uma funcionalidade natural neste tipo de sistemas e que o servidor IPTV implementado
contempla actualmente.
N~ao t~ao importante mas n~ao menos interessante e a possibilidade de receber e efectuar
comentarios aos conteudos vistos pelo proprio e por outros utilizadores, assim como a
existe^ncia de varios modos de visualizac~ao. Estes modos de visualizac~ao permitem criar
sub-pers do utilizador tendo em conta a sua companhia no momento, o ambiente em que
se encontra, o nvel de controlo parental, entre outros.
Em suma, no que respeita a motivac~ao e contexto, um sistema deste tipo podera inte-
grar um enorme conjunto de funcionalidades pertencente a areas completamente disjuntas,
funcionando como elemento transversal a estas, aglutinando novas funcionalidades e rein-
ventando as actualmente existentes. Todas essas funcionalidades e servicos ser~ao acessveis
atraves de uma rede IP (a Internet), criando uma abordagem all{IP.
1.2 Objectivos
De uma forma generica, os objectivos desta Dissertac~ao de Mestrado centraram-se
na projecc~ao e implementac~ao de um prototipo funcional de um servidor IPTV, no que
diz respeito a agregac~ao, gest~ao e disponibilizac~ao de conteudo multimedia existente na
Internet. A criac~ao de condic~oes para a futura implementac~ao de metodos de classicac~ao
dina^mica do perl do utilizador e classicac~ao indirecta de conteudos com vista a sugest~ao
automatica dos mesmos ao utilizador tambem foi considerada.
De uma forma mais objectiva, os pontos propostos podem ser sintetizados em:
1. Estudar as diferentes fontes de conteudos multimedia existentes;
2. Estudar o actual estado da tecnologia no que respeita a sistemas de televis~ao mais
especicamente sistemas IPTV;
3. Estudar as diferentes tecnologias de implementac~ao de sistemas que comunicam em
rede;
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4. Desenvolver uma metodologia inicial de classicac~ao dina^mica de conteudos e uti-
lizadores;
5. Desenvolver um desenho de base de dados que permita a persiste^ncia de toda a
informac~ao necessaria ao sistema;
6. Desenvolver o protocolo de interacc~ao cliente-servidor em rede Transmission Control
Protocol/Internet Protocol (TCP/IP);
7. Desenvolver o servidor de agregac~ao e composic~ao de conteudos utilizando como
fontes feeds RSS;
8. Desenvolver um prototipo funcional do servidor IPTV integrando os varios modulos
funcionais;
9. Realizar testes gerais de integrac~ao e desempenho do sistema com clientes genericos.
Tal como ja foi referido, foram criadas as condic~oes para que este sistema permitisse
n~ao so a classicac~ao dina^mica do utilizador mas tambem uma aprendizagem dina^mica
inteligente do perl. Para isso, e possvel utilizar dados como o correlacionando dos uti-
lizadores no sistema com pers semelhantes, grupos virtuais de amigos, feedbacks e, se
disponvel, dados dina^micos provenientes do dispositivo (movel ou xo) cliente como a
posic~ao Global Positioning System (GPS) do utilizador, a temperatura ambiente, condic~oes
meteorologicas, entre outros. Deste modo, seria possvel implementar um sistema de sug-
est~ao de conteudos multimedia que iria de encontro as necessidades especicas e locais do
utilizador, sendo estas inerentemente dina^micas e volateis.
1.3 Estrutura e Organizac~ao desta Dissertac~ao
Esta Dissertac~ao de Mestrado esta organizada em captulos. Cada captulo possui
secc~oes de tematica mais especca, e estas, por sua vez, podem conter subsecc~oes. Todos
estes elementos estruturais podem conter texto relativo a tematica respectiva, tabelas de
dados e grasmos da mais variada ordem.
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E parte integrante deste documento um ndice dos conteudos ordenado pelo numero da
pagina, uma lista de guras, uma lista de tabelas, uma lista de acronimos e um glossario
com alguns termos e express~oes que podem n~ao ser do conhecimento geral, estando este
elementos presentes antes do actual captulo.
Em termos de conteudo, e feita uma introduc~ao geral no captulo 1 aos topicos aborda-
dos e subjacentes a tematica desta dissertac~ao, na qual consta esta descric~ao da estrutura
da mesma.
De seguida e possvel encontrar aquilo que em investigac~ao cientca e normalmente
denominado por \Estado da Arte", mas que aqui, devido a n~ao possuir um caracter t~ao
formal e elaborado, foi denominado de \Conceitos Base e Estado Actual da Tecnologia"
(captulo 2). Este captulo faz uma abordagem quer historica quer contempora^nea dos
topicos de maior importa^ncia relacionados com o trabalho desenvolvido.
Posteriormente, e possvel encontrar o primeiro captulo que se refere especicamente
ao trabalho desenvolvido no a^mbito desta Dissertac~ao de Mestrado. O seu nome e \Arqui-
tectura do Servidor: Analise Funcional" (captulo 3). Aqui s~ao apresentados de uma forma
breve e geral a arquitectura do sistema, sendo que a especicac~ao exaustiva de cada modulo
que o constitui e enunciada no captulo 4. E tambem especicado neste captulo os requi-
sitos propostos que levaram a adopc~ao da arquitectura do sistema, bem como enunciada a
metodologia geral do modelo de comunicac~ao.
O captulo 4, cujo nome e \A Arquitectura do Servidor: Analise Modular", especica
e descreve de forma mais profunda e exaustiva cada modulo funcional desenvolvido que
comp~oem o sistema projectado. Desde especicac~oes tecnicas ate aos diagramas compor-
tamentais, passando pela descric~ao das metodologias associadas, e possvel encontrar neste
captulo todas as especicidades de cada modulo construdo. Para um maior conhecimento
das especicidades do sistema ao nvel da programac~ao subjacente, e favor consultar a
documentac~ao Javadoc fornecida com o codigo do servidor IPTV.
Dado que durante a construc~ao do servidor IPTV foi tido sempre como objectivo criar
codigo o mais generico e robusto possvel, foi facilmente implementada, a partir das bib-
liotecas Java construdas para o servidor, uma API de comunicac~ao com o servidor que
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funciona em total harmonia com este. O captulo que descreve essa mesma API e o captulo
5 (cujo nome e \API para Cliente IPTV em Java"). E de notar que a semelhanca do que
acontece com o servidor IPTV, foi tambem criada toda a documentac~ao referente ao codigo
da API, podendo esta documentac~ao ser encontrada junto do codigo da mesma.
Os penultimos dois captulos referem-se, respectivamente, aos requisitos e procedimen-
tos para instalac~ao do sistema em uma unica maquina (forma centralizada) ou em multiplas
maquinas (forma distribuda) e aos testes gerais de desempenho e comportamento.
O ultimo captulo antes dos anexos apresenta algumas conclus~oes retiradas do desen-
volvimento e pesquisa efectuada no a^mbito deste trabalho e apresenta tambem algumas
propostas e ideias de trabalho futuro, tanto ao nvel do servidor IPTV como tambem ao
nvel do cliente IPTV.
No nal deste documento, em termos estruturais, podem ser encontrados os anexos
ao trabalho. Estes especicam detalhes mais tecnicos e especcos relativos ao sistema
desenvolvido. O anexo A e referente ao modulo IPTV Database, o anexo B especica as
mensagens de comunicac~ao cliente<{>servidor utilizadas pelo modulo IPTV Server Core e
por m o anexo C foca a utilizac~ao da API em Java para estabelecimento da comunicac~ao
entre um cliente IPTV generico e o servidor implementado.
O anexo B e o mais longo de todos os anexos e contem informac~oes muito importantes
sobre as mensagens construdas. Por este facto, a sua leitura e especialmente aconselhada,
visto permitir a obtenc~ao de um conhecimento mais bem fundamentado sobre alguns por-
menores importantes do servidor desenvolvido.
E de notar que este documento encontra-se recheado de hyperlinks para recursos web
considerados estaveis e dedignos para complementar o entendimento e esclarecimento dos
conceitos associados. Como sera de esperar, na vers~ao impressa deste documento estes
s~ao inuteis. Assim sendo, aconselha-se a leitura do mesmo na vers~ao digital, ate porque e
ambientalmente menos dispendioso.
6
Captulo 1. Introduc~ao
1.4 Vis~ao Geral
Os sistemas de televis~ao digital, Digital Television (DTV), enquadram-se numa das
mais signicativas evoluc~oes da televis~ao nos ultimos anos que actualmente permitem ao
utilizador usufruir de uma experie^ncia multimedia com uma superior qualidade visual
quando comparados com sistemas analogicos. Mesmo depois de todas as recentes e impor-
tantes evoluc~oes tecnologicas nesta area, ainda existe uma signicativa falta de agregac~ao
e heterogeneidade de fontes de conteudos multimedia, alguma care^ncia de converge^ncia,
diversidade e interoperabilidade dos meios nos quais podemos assistir aos conteudos, bem
como bastantes lacunas no campo da interacc~ao e personalizac~ao dos conteudos.
Neste a^mbito, esta Dissertac~ao de Mestrado visou projectar e implementar um prototipo
de um sistema servidor IPTV que se prende com a agregac~ao e gest~ao de uma multipli-
cidade e diversidade de conteudos multimedia existentes na Internet (com a possibilidade
de se estender a servicos de multimedia dedicados). Esta agregac~ao e gest~ao de conteudos
tem como objectivo nal a disponibilizac~ao dos mesmos, de forma inteligente, a um sistema
cliente IPTV que ira tratar de todo o processo relativo a acessibilidade dos conteudos mul-
timedia. Este acesso aos conteudos sera feito num ambiente de utilizac~ao orientado a con-
verge^ncia, interoperabilidade e mobilidade dos meios de visualizac~ao, atraves de uma abor-
dagem heterogenea e dina^mica em termos de hardware e necessidades do utilizador nal.
Para isso, a construc~ao do servidor recorreu a uma arquitectura modular distribuda, pen-
sada para operar sobre uma rede TCP/IP, com multiplos modulos de func~oes especcas,
cujo o elemento central e agregador destes e o sistema de base de dados. Esta Base de
Dados (BD) contem toda a informac~ao imprescindvel ao funcionamento de cada modulo
(ou sub-sistema) e, consequentemente, do sistema no seu todo.
Ao longo de toda esta Dissertac~ao, o sistema implementado sera sempre apelidado de
\sistema IPTV", \servico IPTV" ou \servidor IPTV". N~ao foi denido nenhum nome
especco para o sistema/aplicac~ao/servico desenvolvido, apesar de terem surgido alguns.
A ttulo de curiosidade e por ordem cronologica, alguns dos nomes que surgiram para o
sistema foram: Universal TV, iTV4You, iTV4All, iTVBox, iBox4You, iNTV - inteligent
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Network TeleVision, iNMedia, iNBox, Arca de Noe - por conter tudo{em{um (all{in{one),
MyTEA (on my way) - My Television Everywhere, Anywhere (on my way), entre outros.
Foram criados quatro sub-sistemas funcionais e um sub-sistema de gest~ao remota dos
anteriores. Cada um dos quatro modulos tem somente uma depende^ncia externa com o
sistema, sendo esta com a BD. Segue-se uma descric~ao muito sucinta das funcionalidades
de cada um.
O modulo que trata de toda a logica de comunicac~ao e sinalizac~ao XML sobre HTTP
ou HyperText Transfer Protocol Secure (HTTPS) entre o cliente e o servidor IPTV e o
\Nucleo do Servidor IPTV" { IPTV Server Core (Secc~ao 4.2). Este modulo e exclusiva-
mente passivo, ou seja, responde sempre a uma mensagem recebida mas nunca envia uma
mensagem sem receber uma solicitac~ao para isso. A sua logica de operac~oes interna foi
concebida segundo uma poltica multithreading em que cada mensagem recebida da origem
ao inicio de um novo thread prestador de servico que termina quando as tarefas a efectuar
estiverem todas concludas e a resposta a solicitac~ao for enviada ao respectivo cliente. E
garantida a entrega das mensagens atraves da utilizac~ao do protocolo HTTP que funciona
sobre Transmission Control Protocol (TCP). Caso um ou mais clientes enviem uma ou
mais mensagens simultaneamente, a exclus~ao mutua das operac~oes e actualizac~oes a re-
alizar na BD e garantida ora pelo Sistema Gestor de Base de Dados (SGBD) (ou Database
Management System (DBMS)) ora pelo proprio sistema atraves do referido modulo IPTV
Server Core.
O modulo \Fontes de Links para Conteudos Multimedia" { Content Link Source (Secc~ao
4.3) captura e armazena na BD de forma automatica os links para os conteudos multimedia
e toda a informac~ao existente associada a estes (autor, data, tipo de conteudo, descric~ao,
etc.) bem como da inicio a sua caracterizac~ao fazendo uso da informac~ao inicialmente
disponvel. Actualmente, este sub-sistema utiliza como forma de pesquisa e acesso as
fontes de conteudos as APIs dos provedores de conteudos multimedia directamente supor-
tados (por exemplo, o Youtube) e, de forma completamente generica, feeds RSS (vers~ao
2.0). A utilizac~ao do protocolo RSS permite estabelecer a comunicac~ao de forma padr~ao
entre este modulo funcional do servidor IPTV e qualquer fonte de conteudos multimedia. E
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de salientar que a arquitectura do sistema contempla que um link para um novo conteudo
possa ser inserido n~ao so de forma automatica pelo proprio sistema fazendo uso do mecan-
ismo anteriormente mencionado, mas tambem directamente por um utilizador registado.
No caso de ser o utilizador a introduzir um link para um novo conteudo, e solicitado a
este o fornecimento de algumas informac~oes base sobre o conteudo de modo a iniciar a sua
caracterizac~ao e classicac~ao pelo sistema.
\Aprendizagem do Perl do Utilizador" { User Prole Learning (Secc~ao 4.4) e o sub-
sistema capaz de interagir com a BD a m de criar e renar a informac~ao relativa ao perl
do utilizador atraves da sua interacc~ao com o sistema. Mesmo n~ao sendo um objectivo
desta Dissertac~ao de Mestrado, o sistema foi projectado tendo em conta a utilizac~ao de
uma componente muito interessante no domnio da distribuic~ao de conteudos (bem como
em outras areas bastante diversicadas), que e a aprendizagem dina^mica e inteligente de
pers dos utilizadores. Esta aprendizagem dina^mica assenta tipicamente na correlac~ao
de toda a experie^ncia de utilizac~ao do utilizador no sistema. E considerado pelo servidor
informac~oes distintas como o feedback discreto relativo aos conteudos vistos pelo utilizador,
a correlac~ao com outros utilizadores do sistema com pers semelhantes, a correlac~ao com
os membros do seu grupo virtual de amigos (caso este exista), entre outros factores que
possam pesar na construc~ao do perl do respectivo utilizador. Estes dados permitem situar
as prefere^ncias do utilizador no centro de um sub-espaco no universo de todas as tematicas
consideradas passveis de possuir conteudos multimedia.
Esta construc~ao do perl do utilizador tem como aplicac~ao directa a sugest~ao au-
tomatica de conteudos seguindo uma metodologia muito mais inteligente do que a utilizac~ao
unica de modelos matematicos de caracter probabilstico atraves da correlac~ao do historico
dos conteudos acedidos pelos utilizadores. Em Engenharia, muitas vezes a soluc~ao para os
problemas mais complexos reside no mais trivial dos processos quotidianos. Analisemos
um exemplo do comportamento social humano que corresponde a oferta de um presente
numa qualquer situac~ao festiva. Tipicamente, para oferecer o presente \ideal" que seja util
e simultaneamente economicamente viavel, possuindo a priori um vasto leque de opc~oes
passveis de serem escolhidas, primeiro e necessario conhecer o destinatario da prenda
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relativamente bem no que diz respeito a sua personalidade. Deve saber-se tambem o en-
quadramento da oferta, a epoca do ano gregoriano, o enquadramento social e pessoal do
visado, saber o que, genericamente, o sujeito ja possui e necessita actualmente, o que out-
ras pessoas pensam oferecer nessa mesma ocasi~ao, saber um pouco da situac~ao psicologia
actual da pessoa, entre outras condicionantes. Reportando-nos a \oferta" de um conteudo
multimedia, podemos utilizar como analogia a situac~ao anterior com as devidas alterac~oes
e simplicac~oes, sendo que em ambas as situac~oes temos algo nuclear em comum: aquisic~ao
e sintetizac~ao de conhecimento sobre a personalidade da pessoa e estabelecimento de re-
stric~oes dina^micas dependentes do contexto. Assim, relativamente a esta componente de
sugest~ao automatica de conteudos, o sistema contempla uma grande diversidade de fontes
de informac~ao de apoio a decis~ao dos conteudos a sugerir. Estas fontes v~ao desde o conhe-
cimento das areas de interesse do utilizador, ate, caso esteja disponvel, a actual posic~ao
GPS do mesmo, passando por dados t~ao diversicados como as condic~oes meteorologicas
da sua localizac~ao, o hardware de visualizac~ao que detem no momento, conhecimentos
lingusticos do mesmo ou o seu sexo, idade, pross~ao, hora do corrente dia em que o
servico e requisitado, entre outros.
O sistema preve^ guardar todos estes dados devidamente organizados para posterior
relacionamento e sintetizac~ao. Esta informac~ao, em conjugac~ao com a informac~ao que
a BD detinha anteriormente para o mesmo utilizador, servira para o sistema renar a
base de dados de conhecimento sobre o utilizador em quest~ao num ambiente de utilizac~ao
completamente dina^mico.
A construc~ao de um so modulo contendo ambas as funcionalidade de sugest~ao au-
tomatica de conteudos e aprendizagem do perl do utilizador deveu-se ao facto de am-
bas estarem profundamente relacionadas, sendo que estas s~ao logica e matematicamente
separaveis. E de notar que a sugest~ao de conteudos especcos a um utilizador em partic-
ular tambem pode ser efectuada de forma directa entre utilizadores registados no sistema
desde que estes pertencam a um mesmo grupo virtual de \amigos".
O sub-sistema funcional que pode ser considerado como o \ponto crtico" de todo este
servidor, devido a possuir func~oes de agregac~ao e centralizac~ao de informac~ao fundamentais,
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chama-se \Base de Dados do Servidor IPTV" { IPTV Database (Secc~ao 4.5). Esta e a BD
relativa a toda a informac~ao no sistema. O SGBD utilizado foi o MySQL[37], fazendo uso
de uma poltica de acesso Orientado a Objectos (OO) atraves da biblioteca Java Hibernate
[32] [22] para o mapeamento objecto-relacional escrito na linguagem Java [43] [33], o que
torna a API de acesso a base de dados construda em Java [43] [33] independente do SGDB
utilizado, conferindo-lhe portabilidade.
O modulo de gest~ao remota de todo o sistema, permite o controle e monitorizac~ao de
cada modulo funcional. Este denomina-se \Ferramenta de Gest~ao do Servidor IPTV" {
IPTV Server GUI (Secc~ao 4.2) e n~ao era um objectivo inicial desta Dissertac~ao de Mestrado
mas, devido a necessidade de controlo e monitorizac~ao remotas de todos os componentes do
servidor atraves de uma interface de alto nvel, foi implementado de uma forma simplicada.
Este segue uma poltica de aplicac~ao para desktop, permitindo o controle e monitorizac~ao
de todo o servidor de uma forma simples e intuitiva. Construdo utilizando Java [43] [33]
atraves das suas bibliotecas de elementos gracos Swing e SwingX, usufruindo de uma
poltica de comunicac~ao baseada em Remote Method Invocation (RMI) de forma directa,
permite o controlo e monitorizac~ao multi-utilizador em tempo real de um modulo em
particular ou de varios simultaneamente.
O sistema projectado n~ao persiste qualquer conteudo multimedia no que respeita ao
conteudo em si, indexando somente os meta-dados relativos a estes na base de dados do
servidor. Para alem disso, o sistema n~ao contempla mecanismos de codicac~ao, compress~ao
e optimizac~ao dos streamings multimedia nem qualquer poltica de gest~ao de transporte
dos mesmos na rede, cando estes a cargo de outros sistemas a projectar ou ja existentes.
Assim o servidor projectado vai ao encontro de um dos objectivos desta abordagem: um
sistema de forte componente distribuda.
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Conceitos Base e Estado Actual da
Tecnologia
2.1 Introduc~ao
Neste captulo ser~ao explicados alguns conceitos base relativos as tematicas inerentes
a este trabalho bem como mencionado o estado actual da tecnologia no que respeita a
sistemas de televis~ao. Assim sendo, e possvel encontrar aqui informac~oes relativas aos
mais recentes desenvolvimentos no a^mbito dos sistemas de televis~ao, mais especicamente,
sistemas de televis~ao digital (DTV), televis~ao de alta qualidade (High-Denition Television
(HDTV)), Internet Television (ITV) e, obviamente, IPTV.
Como n~ao se pode falar do presente e das mais recentes evoluc~oes de algo de forma
completa e coerente sem referir as bases construdas no passado, sera tambem enunciado
de uma forma sucinta as caractersticas e os acontecimentos historicos mais importantes
relativos aos sistemas analogicos de televis~ao.
Neste captulo sera ainda mencionado o signicado e caractersticas genericas de um
sistema de IPTV, a sua historia, bem como apresentadas algumas das vantagens e desvan-
tagens desta tecnologias face as restantes existentes. Para alem disso, s~ao mencionadas
alguma funcionalidades que os sistemas IPTV poder~ao integrar conferindo-lhes uma maior
utilidade e aplicabilidade, concentrando varios servicos e tecnologias num so sistema.
13
Servidor IPTV com Personalizac~ao Automatica de Canais
2.2 Tecnologias de Televis~ao
2.2.1 Televis~ao Analogica e Historia da TV em Portugal
Foi com o primeiro sistema de televis~ao analogica que surgiu o conceito de \televis~ao"
que viria mudar a forma como as pessoas viam o mundo, interagiam com ele, e tambem
viria condicionar as invenc~oes e evoluc~oes tecnologicas subsequentes. A palavra \televis~ao"
tem como origem etimologica \tele" do Grego, cujo signicado e \distante" e \visione", do
Latim, que signica \vis~ao". Esta e muitas vezes usada em Portugue^s quer para designar o
aparelho electronico receptor de som e imagens (televisor, aparelho de televis~ao ou sistema
de televis~ao) quer para designar a entidade que e responsavel pela emiss~ao dos conteudos
(estac~ao televisiva). Seja um sistema analogico ou digital, o conceito de Televis~ao (Tele-
vision) (TV) explora as propriedades do olho humano, criando a ilus~ao de movimento
devido a apresentac~ao de \fotograas" sequenciais (chamados frames) a uma taxa de ac-
tualizac~ao que impossibilita o olho humano de ver as transic~oes devido a persiste^ncia de
vis~ao relativamente a imagem anteriormente vista.
O televisor (ou sistema de TV como sera chamado nesta Dissertac~ao por ser mais
generico) nasceu como sendo um dispositivo electromeca^nico analogico, passando a sis-
tema electronico analogico (com a invenc~ao das valvulas electronicas e dos transstores), e
actualmente e, no caso dos dispositivos mais recentes, um dispositivo electronico comple-
tamente digital. Sistemas de TV analogicos sofreram, ao longo da sua evoluc~ao, grandes
modicac~oes na forma como eram fabricados, passando de Cathode Ray Tubes (CRTs)
a sistemas de retroprojecc~ao e depois a Liquid Crystal Displays (LCDs), sendo que a sua
metodologia de funcionamento interno e formas de actualizac~ao das imagens permaneceram
semelhantes.
Do ponto de vista funcional, os primeiros televisores completamente electronicos (que
eram CRTs a preto-e-branco), eram constitudos essencialmente por uma caixa (madeira
ou plastico), um cinescopio (formado por um painel frontal em vidro (ecr~a), uma mascara
de sombra, um cone de vidro, um canh~ao de electr~oes, um cone metalico interno e uma
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bobine de deex~ao), um circuito controlador de todos os componentes, alguns bot~oes e
potenciometros e uma antena.
Todo o processo analogico comeca na captura das imagens da cena a transmitir atraves
de uma ca^mara de lmar analogica, cujo mecanismo baseia-se na analise e convers~ao da
luz e do som em sinais electricos. Estes sinais s~ao posteriormente convertidos e modelados
em ondas electromagneticas segundo uma freque^ncia portadora que permitira seleccionar
um sinal especco (sintonizar) de entre os restantes que possam existir. As ondas elec-
tromagneticas por sua vez s~ao emitidas por antenas emissoras especcas segundo essa
mesma freque^ncia portadora que dene um canal de TV especco. Numa outra posic~ao
geograca completamente distinta (mas no raio de alcance da emiss~ao) encontra-se um
ou mais receptores que recebem \em tempo real" de forma ide^ntica os sinais emitidos.
Ao receber estes sinais atraves das suas antenas, estes dispositivos receptores procedem
a reconvers~ao das ondas electromagneticas em sinais electricos que, posteriormente, s~ao
utilizado pelo aparelho para serem novamente transformam em sinais luminosos de modo
a formar num ecr~a uma replica da imagem capturada inicialmente pela ca^mara de lmar.
A transmiss~ao dessas mesmas ondas electromagneticas de televis~ao desde o emissor ate
aos receptores, foi padronizada segundo duas secc~oes do especto electromagnetico: Very
High Frequency (VHF) e Ultra High Frequency (UHF). A gura 2.1 representa o espectro
electromagnetico.
Reportando-nos a historia da televis~ao, foi na cidade de Londres em Fevereiro de 1924
que o primeiro sistema semi-meca^nico de televis~ao analogica foi demonstrado. Posterior-
mente, foi possvel demonstrar imagens em movimento num sistema semelhante ao anterior
a 30 de Outubro de 1925. Um sistema de televis~ao electronico completo foi apresentado
por John Logie Baird, Philo Farnsworth e Philo Taylor Farnsworth em 1927. A primeira
estac~ao televisiva analogica foi inaugurada em Nova Iorque a 11 de Maio de 1928 e cou a
cargo da WGY em Schenectady. O primeiro servico considerado na altura como \de alta
denic~ao" apareceu na Alemanha em Marco do ano de 1935, mas a sua disponibilidade
estava muito restrita. Uma das primeiras grandes transmiss~oes televisivas foi dos Jogos
Olmpicos de Berlim de 1936. A disseminac~ao e uso da televis~ao aumentou de forma ex-
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Figura 2.1: Espectro electromagnetico.
(Figura baseada em: http://en.wikipedia.org/wiki/File:EM spectrum.svg)
ponencial depois da Segunda Grande Guerra Mundial devido aos avancos tecnologicos que
esta propiciou. Como ja vem fazendo parte da historia, e em perodos de crise e guerra
que os maiores e mais importantes avancos tecnologicos se conseguem, bem como as mais
importantes invenc~oes s~ao materializadas, como e o caso da Internet, que surgiu a partir
de pesquisas militares nos perodos aureos da Guerra Fria na decada de 60.
A televis~ao a cores surgiu em 1954 na rede norte-americana National Broadcasting
Company (NBC). Um ano antes o governo dos Estados Unidos da America aprovou o
sistema de transmiss~ao analogica a cores proposto pela rede Columbia Broadcasting System
(CBS), mas quando a Radio Corporation of America (RCA) apresentou um novo sistema
que mantinha a retrocompatibilidade com os aparelhos posteriores a preto-e-branco, a CBS
abandonou a sua proposta em favor da nova. Este sistema proposto pela RCA adicionava
informac~ao relativa a Saturac~ao (saturation) e Hue da cor ao sinal basico monocromatico
de forma que os dispositivos a preto-e-branco ignorassem esta modicac~ao. No que respeita
a codicac~ao dos sinais analogicos da \nova" TV a cores transmitidos por meio das ondas
electromagneticas, temos os conhecidos NTSC, PAL ou SECAM. Cada pais optou pela
sua tecnologia de codicac~ao dos sinais, dando origem a distribuic~ao mostrada na gura
2.2 relativa ao seculo XX.
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Figura 2.2: Sistemas de codicac~ao televisiva a cores agrupados por pas. (seculo XX).
(Figura retirada de: http://pt.wikipedia.org/wiki/Ficheiro:PAL-NTSC-SECAM.svg)
Tambem no que respeita ao som dos dispositivos receptores de TV, existiu uma evoluc~ao
associada, tendo-se transitado do som mono-canal (um canal de audio), para um som stereo
(dois canais de audio). Em 1960 a japonesa SONY introduz no mercado os receptores de
TV com transstores substituindo a tecnologia posterior que utilizava valvulas electronicas.
Dois anos mais tarde, em 1962, o satelite Telstar inicia a transmiss~ao de sinais de televis~ao
sobre o Oceano Atla^ntico. A capacidade de tornar os dispositivos de TV muito mais
pequenos e portateis chegou em 1979 quando a Matsushita (actual Panasonic) registou a
patente da televis~ao de bolso com um aspecto que e o utilizado nos nossos dias: um ecr~a
plano.
Com o passar dos anos assistiu-se a uma constante evoluc~ao tecnologica no campo dos
monitores de vdeo que continua nos dias de hoje. Esta evoluc~ao e actualmente fomentada
n~ao so pela aplicac~ao em sistemas de TV mas tambem em sistemas computacionais, dis-
positivos moveis ou em areas t~ao distintas como a decorac~ao de espacos ou a iluminac~ao
artstica. Desde os primeiros televisores CRT a preto e branco ate aos Organic Light-
Emitting Diodes (OLEDs) e OLED de matriz activa muito nos, exveis e potencialmente
muito baratos ja existentes no mercado, passamos pelos sistemas CRT a cores, monitores
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de retroprojecc~ao, LCDs e monitores de plasma, evoluindo constantemente no que respeita
a qualidade de imagem, area de visualizac~ao, ecie^ncia e espessura dos mesmos. A gura
2.3 representa os passos mais signicativos da evoluc~ao dos sistemas de TV.
Figura 2.3: Exemplo graco da evoluc~ao dos sistemas de televis~ao.
No que respeita a evoluc~ao da televis~ao em Portugal, esta deu os primeiros passos,
ainda a preto e branco, a 4 de Setembro de 1956. As emiss~oes regulares tiveram incio a 7
de Marco de 1957. Nessa altura, ainda so podia ser captada na regi~ao de Lisboa. Nos anos
seguintes, a Radiotelevis~ao Portuguesa (RTP) chegaria ao Porto, a Madeira e aos Acores,
e depois cobriria todo o territorio nacional, com delegac~oes nas diversas regi~oes do pas.
Em 1968 tiveram incio as emiss~oes do segundo canal da RTP denominado de RTP2.
As fases da evoluc~ao da televis~ao em Portugal confundem-se com os ciclos polticos,
economicos e sociais. Durante o Estado Novo, a RTP pertencia ao Estado, a Igreja e a
Radio Renascenca, sendo o aparelho ideologico do regime. Depois do 25 de Abril de 1974,
procedeu-se a nacionalizac~ao da empresa. Foi atraves da RTP que o pas assistiu ao maior
duelo poltico a seguir ao 25 de Abril, a 6 de Outubro de 1975 e durante quatro horas,
entre o lder do PS, Mario Soares, e o lder do PCP, Alvaro Cunhal. E em 1977 que se
inaugura a era das telenovelas, com a transmiss~ao da telenovela brasileira \Gabriela", que
fez literalmente parar o pas. A transmiss~ao a cores comecou em 1980.
Em 1992, com Cavaco Silva como primeiro-ministro, arrancaram as emiss~oes da Sociedade
Independente de Comunicac~ao (SIC), o primeiro canal privado de TV Portugue^s, e em 1993
tiveram incio as emiss~oes da Televis~ao Independente (TVI), canal tambem privado e ini-
cialmente de inspirac~ao religiosa crist~a. Estes canais conseguiram em pouco tempo impor
mudancas no estilo da informac~ao e da programac~ao em geral.
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A transmiss~ao da televis~ao por cabo surgiu em Portugal em 1994 e permitiu o apareci-
mento de mais canais televisivos nacionais e estrangeiros, proporcionando ao telespectador
um leque mais variado de escolhas televisivas.
Para completar a enumerac~ao dos principais acontecimentos na historia da televis~ao
em Portugal, mais recentemente em Outubro de 2008 tiveram incio as primeiras emiss~oes
experimentais do servico de Televis~ao Digital Terrestre (TDT) (secc~ao 2.2.2) a partir do
emissor de Palmela. O arranque ocial das emiss~oes do servico de TDT em Portugal
deu-se em 29 de Abril de 2009, sendo que a Portugal Telecom ganhou o concurso para a
implementac~ao desta (ver pagina http://tdt.telecom.pt/.
A IPTV (secc~ao 2.2.5) surgiu em Portugal pela primeira vez em 2006, com o servico
SmarTV da Clix (ver pagina web http://acesso.clix.pt/). Mais tarde, em 2007, surgiu o
Meo, servico de IPTV da Portugal Telecom (ver pagina web http://www.meo.pt/ cri-
ado depois da separac~ao forcada entre a PT Comunicac~oes e a PT Multimedia, cuja
ultima mudou o seu nome para Zon Multimedia, com o objectivo de combater a mais
recente adversaria. O servico Meo foi disponibilizado numa primeira fase em Lisboa,
Porto e em Castelo Branco, sendo que actualmente ja se encontra disponvel em varias
localidades do pas atraves de IPTV fazendo uso das linhas telefonicas e disponvel em
todo o pas via satelite (ver pagina web http://wapedia.mobi/pt/Meo). Em Julho de
2009, a Vodafone lancou o servico de IPTV designado Vodafone Casa TV (ver pagina
web http://www.vodafone.pt/main/Particulares/vodafonecasa/IPTV/) com condic~oes de
ades~ao e mensalidade bastante atractivas face as restantes operadores, o que veio relancar
este mercado.
No endereco http://www.youtube.com/watch?v=CkyTL7d9xlE e possvel encontrar
um vdeo da autoria da revista Exame Informatica comparativo entre o servico SmarTV
da Clix e o Meo da Portugal Telecom.
Voltando ao tema da televis~ao analogica, as principais desvantagens e problemas desta
tecnologia de televis~ao face aos sistemas IPTV s~ao:
 Limitac~oes fsicas da electronica analogica no que respeita a resoluc~ao da imagem,
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freque^ncia de actualizac~ao, qualidade e nitidez desta, levando a uma imagem de
notoria baixa qualidade em formatos de recepc~ao com maior area de imagem, mesmo
com boas condic~oes de recepc~ao;
 N~ao e possvel comprimir com ecie^ncia o actual sinal analogico e logo n~ao e possvel
enviar uma maior quantidade de informac~ao que permitiria aumentar a qualidade de
imagem e som;
 Canal de comunicac~ao unidireccional, n~ao permitindo a interactividade dos uxos
multimedia com o utilizador;
 Sistema de som stereo de baixa qualidade e sujeito a uma elevada quantidade de
rudo;
 Sujeito intrinsecamente a rudo, interfere^ncias e atenuac~oes electromagneticas difceis
de corrigir e compensar;
 Interoperabilidade com sistemas digitais dependente de sistemas auxiliares adap-
tadores, dicultando a obtenc~ao de imagens com qualidade e impondo um custo
adicional;
 Perda de pote^ncia com o aumento da dista^ncia ao emissor e aparecimento de \fan-
tasmas" na imagem resultantes de reex~oes electromagneticas e outros fenomenos
electromagneticos;
 Necessidade da existe^ncia de retransmissores dos sinais analogicos de TV para que
seja possvel cobrir maiores areas territoriais.
Por todos estes inconvenientes e devido a emergente utilizac~ao de outros sistemas de
televis~ao como e o caso da televis~ao digital terrestre (TDT ou Digital Terrestrial Television
(DTTV)), os sinais de televis~ao analogica ja deixaram de ser transmitidos nos Estados
Unidos da America[42], e em 2012 essa ruptura com o passado da televis~ao tambem tera
lugar na Europa, mudanca esta na qual Portugal tambem fara parte em Abril de 2012[30].
20
Captulo 2. Conceitos Base e Estado Actual da Tecnologia
E de notar que a partir de 2011 tera incio em Portugal o processo de transic~ao entre o
velhinho sistema analogico e o actual sistema digital de TV [26].
2.2.2 Televis~ao Digital
Todo o processo digital comeca com a aquisic~ao das imagem atraves de ca^maras digitais
funcionando estas com uma resoluc~ao muito superior comparativamente com as ca^maras
analogicas. No que respeita a transmiss~ao, a televis~ao digital (DTV) usa um modelo de
modulac~ao e compress~ao de sinais discretos (digitais) para transmitir os sinais de vdeo,
audio e dados para os sistemas compatveis com esta tecnologia, proporcionando assim uma
recepc~ao com muito melhor qualidade de imagem e som, podendo mesmo transmitir em
alta denic~ao (High-Denition (HD)), utilizando a mesma freque^ncia (canal). Os padr~oes
de DTV em uso comercial, s~ao capazes de transportar aproximadamente 19 Mbps de dados
sobre a forma digital. Em termos praticos e de forma aproximada, isto e o equivalente a um
conteudo em HD, que ocupa aproximadamente 15 Mbps, ou quatro em denic~ao padr~ao,
que consomem em media 4 Mbps de largura de banda cada um.
Comparativamente com a televis~ao analogica, a qualidade de imagem e som usufrui de
grandes melhorias. Relativamente a resoluc~ao de imagem possvel, recordemos os primeiros
sistemas receptores de TV que possuam apenas 30 linhas de vdeo, que, ao longo das
decadas de 1930 e 1940, foram evoluindo passando a possuir 240 linhas. Actualmente, um
monitor analogico de boa qualidade apresenta entre 480 e 525 linhas. Na televis~ao digital
de alta denic~ao, chega-se a 1080 linhas com o padr~ao HDTV 1080p (p{progressive). E
tambem genericamente conhecido o padr~ao 1080i (i{interlaced), apresentando na pratica
uma qualidade inferior ao padr~ao 720p, por este ultimo ser progressivo em oposic~ao ao
1080i ser entrelacado.
Relativamente ao formato da imagem, a televis~ao digital vem consolidar o que ja vinha
sendo apresentando coma uma tende^ncia padr~ao dos fabricantes de aparelhos de TV e
monitores de vdeo: um ecr~a plano que passara do formato de proporc~ao 4:3 (tpico da TV
analogica) para o formato 16:9, mais proximo do formato panora^mico.
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A qualidade de som tambem sofreu grandes alterac~oes, evoluindo dos tpicos dois canais
(stereo) para seis canais (padr~ao utilizado por equipamentos de som Home Theaters).
Devido as caractersticas digitais do sinal, a recepc~ao de DTV ocorre sem a presenca
de fantasmas e com qualidade de audio e vdeo livres de rudos e interfere^ncias, sendo que
podem ocorrer erros esporadicos nos bits dos uxos multimedia, mas sem que estes afectem
de forma grave e contnua a imagem ou o som.
Quanto a interactividade entre o utilizador e o conteudo multimedia disponibilizado,
este sistema com qualidade de imagem e som excepcionais peca por n~ao contemplar de uma
forma padr~ao um canal de retorno de informac~ao com largura de banda suciente para per-
mitir uma elevada interacc~ao e personalizac~ao dos conteudos. Em relac~ao a interactividade
possvel, pode denir-se esta segundo tre^s nveis:
Interactividade Local O conteudo e transmitido unilateralmente para o receptor, de
uma so vez. A partir da, o utilizador pode interagir livremente com os conteudos
recebidos que cam armazenados, tipicamente, na STB do cliente. Um novo uxo de
dados ocorre apenas quando e solicitada uma actualizac~ao ou quando e necessario o
acesso a um diferente servico;
Com Canal de Retorno N~ao{Dedicado A interactividade e estabelecida a partir da
troca de informac~oes atraves de uma rede independente do sistema de televis~ao, como
por exemplo, uma ligac~ao Asymmetric Digital Subscriber Line (ADSL). A recepc~ao
dos dados relativos ao uxo dos conteudos multimedia (streaming) ocorre atraves da
infraestrutura de DTV, sendo que o possvel retorno de informac~ao que possibilite
alguma interactividade da-se sempre atraves de outra rede;
Com Canal de Retorno Dedicado Esta seria a interactividade mais desejada, contem-
plando um canal de retorno dedicado com largura de banda suciente para a opera-
cionalizac~ao de uma interacc~ao de alto nvel com o sistema. Para isso, o ciente de
DTV necessitaria n~ao apenas de dispositivos receptores, mas tambem de dispositivos
transmissores. Para alem disso, os sistemas de DTV teriam de possuir uma interface
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de alto nvel com o utilizador e a capacidade de enviar os sinais de retorno para a
central de transmiss~ao atraves do canal dedicado.
Mesmo sem possuir um canal de retorno dedicado, os sistemas de DTV permitem que
a televis~ao se torne mais acessvel e personalizavel, na medida em que se um utilizador n~ao
pode assistir a um programa de determinado canal no momento em que este e transmitido,
pode congurar o seu gravador de vdeo ou a sua STB para gravar automaticamente esse
programa quando este se iniciar e terminar a gravac~ao quando o mesmo acaba. Isto deve-se
a existe^ncia de sinais digitais especcos, sncronos com os uxos multimedia, que sinalizam
o incio e m dos uxos multimedia dos conteudos de forma progressiva. Esta acessibilidade
aos conteudos tambem e conseguida atraves da transmiss~ao de um mesmo conteudo em di-
versos canais (ou sub-canais) de forma repetitiva, com incio separado por um determinado
tempo (por exemplo, de 20 em 20 minutos), dando aos utilizadores diversas oportunidades
para assistir ao conteudo sem necessidade de o gravar.
A tecnologia digital possibilita ainda uma exibilidade e escalabilidade no ajuste de
para^metros de transmiss~ao de acordo com as caractersticas geogracas locais. Em areas
acidentadas ou com muitos obstaculos, pode ser utilizado o recurso a uma transmiss~ao
hierarquica [27]. Com este recurso, um programa pode ser transmitido com um sinal
mais composto de modo a ser recebido em locais mais favoraveis (atraves de antenas
externas, por exemplo), enquanto outro programa ou o mesmo programa do mesmo canal
e transmitido com um sinal menos composto e logo com uma menor resoluc~ao de imagem
para recepc~ao em todos os pontos da area de prestac~ao do servico. Isto permite que
terminais portateis ou moveis (instalados em veculos, por exemplo) possam receber sem
problemas as transmiss~oes conferindo assim um nvel de escalabilidade ao sinal.
No que respeita aos meios de transmiss~ao, assim como na tecnologia de TV analogica,
o sinal digital pode viajar utilizando diferentes formas de propagac~ao. Algumas destas s~ao:
Terrestre (DTTV ou TDT) Transmitidos atraves de ondas electromagneticas, os sinais
digitais viajam no ar necessitando de emissores e receptores apropriados com antenas
para uma correcta transmiss~ao. Este e o meio de transmiss~ao de DTV com um
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custo mais reduzido para o utilizador nal, sendo que n~ao ha necessidade de pagar
uma mensalidade relativa ao servico a semelhanca do que acontecia com a televis~ao
analogica. Esta nova tecnologia necessita de sistemas de recepc~ao de TV digitais,
logo, se o utilizador n~ao possuir um destes equipamentos, tera de adquirir um novo ou
comprar um adaptador que permita a convers~ao do sinal digital recebido em analogico
no caso de n~ao querer substituir o seu aparelho de televis~ao analogica. Em Portugal,
a televis~ao digital terrestre foi inaugurada em 29 de Abril de 2009, adoptando, tal
como o resto da Europa, o sistema Digital Video Broadcasting { Terrestrial (DVB-
T), cobrindo 40% da populac~ao [26]. Para visualizar a distribuic~ao das tecnologias
de transmiss~ao digital terrestre por pases, ver gura 2.4;
DVB/T
ATSC
ISDB-T
DMB-T/H
Assessing multiple standards
Figura 2.4: Distribuic~ao das tecnologias de transmiss~ao de televis~ao digital terrestre agru-
padas por pas.
(Figura retirada de: http://en.wikipedia.org/wiki/File:Digital broadcast standards.svg)
Cabo (Digital Video Broadcasting { Cable (DVB-C)) Neste caso os sinais de DTV
te^m como meio de transmiss~ao n~ao o espaco aberto mas cabos concebidos para o
efeito. Este metodo garante uma melhor qualidade do sinal aumentando a imunidade
a erros, interfere^ncias e atenuac~oes, permitindo a comunicac~ao a maiores dista^ncias
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exigindo a instalac~ao de uma infraestrutura fsica de suporte;
Satelite (Digital Video Broadcasting { Satellite (DVB-S)) Sistema de transmiss~ao
que se baseia na emiss~ao dos sinais de televis~ao digital a partir de um satelite e re-
cepc~ao por uma antena parabolica. O primeiro servico mundial de televis~ao digital
por satelite foi lancado na Taila^ndia e Sul de Africa no nal de 1994. Desde ent~ao
tornou-se o mais popular sistema de transmiss~ao digital de televis~ao, estendendo-se
rapidamente a mais de 100 milh~oes de receptores em todo o mundo. Este sistema
permite a recepc~ao de televis~ao digital em locais isolados e remotos que de outra
forma n~ao teriam acesso ao servico [27]. A gura 2.5 exemplica, de forma muito
simplicada, uma congurac~ao de um sistema tpico de televis~ao digital via satelite.
Figura 2.5: Exemplo de congurac~ao de um sistema tpico de DTV via satelite.
(Figura baseada em: http://en.wikipedia.org/wiki/File:Hdpictorialsatellite.gif)
Terrestre Movel (DVB-H) Sistema de transmiss~ao de televis~ao digital orientado para
a recepc~ao a partir de dispositivos moveis (instalados em veculos, por exemplo).
Digital Video Broadcasting { Terrestrial for Handheld Devices (DVB-H) foi criada
originalmente para uso na banda UHF, actualmente ocupada na maioria dos pases
por servicos de televis~ao analogicos e digital terrestre DVB-T. Para colmatar esta
diculdade, foi criada a norma Digital Video Broadcasting { hybrid Satellite/terres-
trial for vehicles and Handheld devices (DVB-SH), explorando maiores freque^ncias
onde ha menor congestionamento do que no UHF. O DVB-H pertence as normas
estabelecidas pela Uni~ao Europeia (UE) para harmonizac~ao das telecomunicac~oes em
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toda a UE [28];
Hbrida Satelite/Terrestre Movel (DVB-SH) Sistema de transmiss~ao padr~ao que per-
mite a entrega de servicos de vdeo, audio e dados para veculos e dispositivos moveis.
Este sistema e hbrido, permitindo a utilizac~ao de um satelite para garantir a cober-
tura de grandes regi~oes ou ate mesmo pases inteiros. Nas areas onde a recepc~ao
directa do sinal via satelite n~ao e possvel, e utilizado um sistema terrestre para per-
mitir a cobertura. O DVB-SH foi concebido utilizando freque^ncias abaixo dos 3GHz,
normalmente em torno dos 2.2GHz. O Digital Video Broadcasting Group (DVB
Group) comecou a trabalhar na especicac~ao do DVB-SH em 2006 [27].
As principais desvantagens da televis~ao digital face aos sistemas IPTV s~ao:
 Pode possuir qualidade de imagem e som inferior aos sistemas IPTV, apesar de ambos
serem bastante equivalentes a este nvel;
 Limitac~oes ao nvel da interacc~ao e personalizac~ao dos servicos devido a n~ao existe^ncia
padr~ao de um canal de retorno dedicado. N~ao permite a organizac~ao e classicac~ao
automatica de canais segundo as prefere^ncias do utilizador;
 Possui um numero maximo de canais limitado por quest~oes fsicas, visto todos os
canais serem enviados simultaneamente. Ao contrario deste, no servico IPTV os
uxos desejados s~ao pedidos e so depois s~ao enviados. Isto confere ao sistema um
numero de canais virtualmente ilimitado. A gura 2.6 mostra esta diferenca no que
respeita ao envio dos uxos de dados;
 Diculdade na converge^ncia e acesso a fontes de conteudos multimedia disponveis
na Internet como e o exemplo do Youtube;
 Impossibilidade de personalizac~ao da programac~ao atraves da utilizac~ao dos servicos
de Video on Demand ou Music on Demand, visto o uxo de dados ser partilhado por
todos os utilizadores;
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 Impossibilidade de aceder a Internet com um sistema de DTV;
 Possibilidade de acesso aos conteudos a partir de dispositivos portateis e moveis n~ao
dedicados mas com necessidade de utilizac~ao de um sistema auxiliar adaptador de
captura e convers~ao dos sinais de TV digitais impondo, entre outras desvantagens,
um custo extra associado;
 Impossibilidade de interoperabilidade com outros dispositivos e sistemas com o ob-
jectivo de atingir uma converge^ncia total (chamada telefonica Voice over IP (VoIP)
no ecr~a do televisor, por exemplo);
Service
Provider
Channel Lineup:
Switch
IPTV
Service
Provider
Channel Lineup:
Figura 2.6: Comparac~ao entre um uxo de dados da TV \convencional" e um uxo IPTV,
respectivamente.
2.2.3 Televis~ao de Alta Denic~ao
A televis~ao de alta denic~ao, tambem conhecida comoHigh-Denition Television (HDTV),
e uma norma associada a transmiss~ao de televis~ao com uma resoluc~ao signicativamente
superior a dos formatos tradicionais Standard-Denition Television (SDTV) como National
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Television System Committee (NTSC), Phase Alternating Line (PAL) ou Sequentiel Couleur
Avec Memoire (SECAM). A DTV pode utilizar tanto SDTV como HDTV nas suas
emiss~oes digitais.
As primeiras implementac~oes de televis~ao de alta denic~ao usavam uma transmiss~ao
analogica dos sinais, mas actualmente e usada a televis~ao digital, requerendo assim menos
largura de banda gracas a compress~ao digital de vdeo.
Apesar de terem sido propostos varios padr~oes de televis~ao de alta denic~ao, os padr~oes
HDTV actuais s~ao denidos pelo ITU-R BT.709 como 1080i (interlaced), 1080p (progres-
sive) ou 720p usando uma proporc~ao de ecr~a 16:9. No formato 1080i as linhas s~ao actual-
izadas ordenadamente, uma vez as linhas de ndice par e no momento seguinte as linhas de
ndice mpar. Ja nos formatos 1080p e 720p todas as linhas s~ao actualizadas simultanea-
mente, evitando que numa cena de movimento rapido uma das seque^ncias de actualizac~ao
se atrase.
O termo \alta denic~ao" pode se utilizado tanto para referir a propria especicac~ao da
resoluc~ao ou aparelho de TV, como ao meio de transmiss~ao do conteudo (DTV) e ainda
ao conteudo em si, capaz de tal denic~ao.
Na gura 2.7 pode ser visto um grasmo ampliado exemplicativo da comparac~ao entre
a resoluc~ao das tecnologias HDTV e SDTV.
Figura 2.7: Exemplo comparativo das resoluc~oes obtidas nas tecnologias HDTV e SDTV,
respectivamente.
(Figura retirada de: http://en.wikipedia.org/wiki/High-denition television)
28
Captulo 2. Conceitos Base e Estado Actual da Tecnologia
2.2.4 Televis~ao sobre Internet
A televis~ao sobre Internet (ou ITV) e um servico de televis~ao, como o proprio nome
indica, distribudo via Internet. Este tornou-se muito popular nos ultimos anos, devido
a servicos como o TVCatchup criado na Inglaterra e que estava (e ainda esta) limitado a
sua utilizac~ao nesse mesmo pas. Outros servicos como o Joost (http://www.joost.com/, o
Veoh TV (http://www.veoh.com/ ou o Miro (http://getmiro.com/) s~ao tambem exemplos
servicos de televis~oes sobre a Internet possveis de ser utilizados de forma gratuita. E de
notar que o sistema Miro e um sistema video podcast muito interessante e possui muitas
funcionalidades que promovem a integrac~ao de servicos e tecnologias que os sistemas IPTV
tambem te^m em vista como objectivo.
Um exemplo mais actual de uma outra plataforma muito interessante que permite a
qualquer utilizador n~ao so assistir a um canal de ITV mas tambem criar um canal de
televis~ao sobre a Internet de forma gratuita e o Livestream (http://www.livestream.com/).
Este sistema permite a criac~ao de canais de ITV em directo e/ou em deferido e tambem a
sua visualizac~ao com recurso a um player bastante avancado de nome Mogulus.
Criado a partir do servico Livestream, um exemplo de um canal ITV bem conhecido da
comunidade academica da Universidade de Aveiro, e o Seca2TV (http://www.seca2.tv/)
onde e possvel assistir a varios conteudos relacionados com a Academia.
A televis~ao sobre a Internet tem muitas semelhancas com os sistemas IPTV. Alem
de ambos poderem utilizar as mesmas normas de codicac~ao e os mesmos protocolos de
comunicac~ao em rede, ambos tambem podem ser distribudos via Internet. Esta rede
global e um meio de transmiss~ao de dados actualmente sem garantias de QoS, o que se
pode traduzir para o utilizador na care^ncia de QoE de visualizac~ao, onde o multicast ao
nvel do IP e tipicamente bloqueado pelos Internet Service Providers (ISPs).
O conceito associado a ITV baseia-se em permitir que os utilizadores escolham o
conteudo ou o canal que desejam assistir de uma lista de conteudos ou de canais disponveis
utilizando uma pagina de Internet. Assim, estes podem visualizar os conteudos em qualquer
dispositivo que possua acesso a Internet e tambem suporte o player multimedia utilizado
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que, tipicamente, e baseado na tecnologia Flash da Adobe.
Alguns destes servicos disponibilizam tambem um player multimedia que pode ser
descarregado e instalado no computador, eliminando a necessidade da existe^ncia de um
browser com o pluguin do player para assistir aos conteudos disponibilizados.
A SIC e a TVI s~ao exemplos de estac~oes televisivas que disponibilizam legalmente
alguns dos seus conteudos em directo ou em deferido na Internet, criando assim um servico
de televis~ao sobre Internet. E possvel encontrar na Internet alguns sites que mantem listas
bastantes extensas de estac~oes televisivas online e conteudos multimedia distribudos de
forma ilegal utilizando o conceito de TV sobre Internet.
Outros nomes s~ao utilizados para designar tecnologias de televis~ao sobre Internet, tais
como:
Television On the Desktop (TOD) Televis~ao no Desktop;
Video blogging (Vlog) Blogs de vdeo em que os utilizadores partilham vdeos e co-
mentarios com feedback sobre os conteudos no sistema. O site mais popular deste
tipo e o Youtube, podendo-se tambem destacar o Vimeo;
Podcast, Vodcast, Video Podcast ou Vidcast S~ao termos para Video-on-Demand {
distribuic~ao de vdeos pela Internet via RSS em que o utilizador subscreve um ou
mais canais (atraves do seu RSS), recebendo depois as actualizac~oes referentes aos
conteudos publicados nesses canais, visualizando somente os que lhe interessar;
Web TV Televis~ao Web (n~ao confundir com o servico Microsoft/MSN WebTV);
NET TV Televis~ao sobre a Internet criada pela Philips para os seus aparelhos de televis~ao
topo de gama.
Os metodos de entrega dos conteudos usados pela ITV podem ser de dois tipos:
Broadcatching Signica a transfere^ncia de um conteudo digital que foi disponibilizado
atraves da Internet utilizando o protocolo RSS. A ideia geral e utilizar um mecan-
ismo automatico para agregar varias feeds RSS para depois transferir o conteudo
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referenciado por estas com o objectivo de ser apresentado posteriormente. Sistemas
P2PTV tipicamente fazem uso deste conceito;
Streaming O uxo correspondente ao conteudo pretendido provem de um so servidor
web.
Algumas das tecnologias utilizadas pela televis~ao sobre Internet quer ao nvel de rede
de comunicac~ao, quer ao nvel da codicac~ao digital dos conteudos a disseminar s~ao:
BitTorrent E um protocolo de processamento rapido que permite ao utilizador efectuar
download de arquivos indexados em web sites. Esta rede e do tipo P2P, fazendo uso
do conceito de partilha do que acabou de transferir da Internet, maximizando assim
muito o desempenho global e possibilitando downloads bastante rapidos. Foi criado
por Bram Cohen em 2003 e estima-se que no passado ano de 2005, este protocolo
tenha sido responsavel por 35% dos dados transferidos via Internet a nvel mundial;
Dirac E um codicador/descodicador (codec) de vdeo open source desenvolvido pelo
departamento de investigac~ao da British Broadcasting Corporation (BBC). Destina-
se a permitir compress~ao de vdeo em HD ate ao Ultra High Denition Video (UHDV),
competindo com codicadores ja existentes tais como H.264 e VC-1. O codec de vdeo
Dirac foi utilizado internamente pela BBC para transmitir as imagens em HDTV
referentes aos Jogos Olmpicos de Pequim em 2008. Esta especicac~ao foi nalizada
em 21 de Janeiro de 2008;
Nullsoft Streaming Video (NSV) E um formato de multimedia desenhado para facil-
itar a transfere^ncia de conteudos multimedia atraves de streaming, suportando vir-
tualmente qualquer codec de audio e vdeo e podendo ser utilizado em quase qualquer
plataforma. Actualmente, o NSV utiliza MPEG-1 Audio Layer 3 codec (MP3) para a
codicac~ao do audio e VP3 (actualmente pertencente e base do codec Theora) para a
codicac~ao do vdeo. Esta e a tecnologia usada pelo America OnLine (AOL){Video
para entrega de conteudo de vdeo atraves da Internet;
31
Servidor IPTV com Personalizac~ao Automatica de Canais
Theora E um codec de vdeo desenvolvido pela Fundac~ao Xiph.org sendo uma parte do
projecto Ogg. Baseado no codec VP3 e doado pela On2 Technologies, o Theora e
semelhante aos codecs MPEG-4, XviD e DivX.
Worldwide TV Mark-up Language (WTVML) E um formato baseado em XML
desenhado para permitir aos operadores de web sites desenvolver e implementar de
forma facil servicos de TV interactiva. Tipicamente, esta tecnologia reduz o tempo
despendido na criac~ao do TV site e resulta na compatibilidade deste com uma larga
quantidade de dispositivos, sendo capaz de ser automaticamente validado, testado e
transformado segundo as necessidades do operador. O formato de descric~ao segue,
de forma estrita, uma sintaxe XML atraves de regras especicadas por um cheiro
Document Type Denition (DTD). O WTVML possui o potencial para uniformizar
a criac~ao de conteudo para televis~ao interactiva, que esta recheada de middlewares
proprietarios, existindo falhas tambem relativas a padronizac~ao dos browsers. O
servico WTVML, que segue o modelo Web2.0, pode ser automatica e dinamicamente
transformado em varias formas de HTML/JS/CSS, tornando este compatvel com os
tpicos web browsers bem como com browsers WTVML nativos. Permite assim ao
operador do sistema gerir as funcionalidades especcas da sua plataforma indepen-
dentemente do padr~ao utilizado na construc~ao do web site;
HTTP Tendo como signicado Hypertext Transfer Protocol, e o protocolo de comunicac~ao
que permite a troca de mensagens web na camada da aplicac~ao. Este protocolo e
amplamente usado na Internet para comunicac~ao de dados entre varios sistemas de
diferentes tipos;
RSS Protocolo de agregac~ao e disseminac~ao de conteudos que utiliza o padr~ao XML como
forma de organizac~ao da informac~ao transportada. Atraves das feeds RSS e dos
leitores de feeds que as interpretam, o utilizador pode manter-se informado a cerca
das actualizac~oes de um ou mais sites, blogs, jornais online, entre outros servicos, sem
que para isso tenha de os aceder um a um directamente. Os servicos que utilizam
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RSS s~ao tipicamente aqueles cujo conteudo e actualizado regularmente, como e o
exemplo de jornais online ou sites de ITV;
RSS Enclosure Estas feeds s~ao semelhantes aos RSS comuns, sendo que permitem a
inclus~ao de refere^ncias para conteudos multimedia dentro dos mesmos, fornecendo
a URL para o arquivo associado, sendo este por exemplo, um cheiro MP3. Ao
contrario dos protocolos de e-mail, o RSS enclosure n~ao agrega o conteudo indexado,
possuindo meramente um hyperlink para o conteudo. Um agregador de feeds RSS
ao receber um RSS enclosure pode transferir automaticamente o conteudo e exibi-lo,
fornecer um link para o mesmo ou simplesmente ignora-lo;
RTSP Tendo como signicado Real Time Streaming Protocol, e um protocolo ao nvel da
aplicac~ao desenvolvido pela Internet Engineering Task Force (IETF) em 1998, para
controle durante a transfere^ncia de dados multimedia sobre a forma de streaming em
tempo real sobre a Internet;
SMIL O Synchronized Multimedia Integration Language pertence ao padr~ao World Wide
Web Consortium (W3C) recommended XML markup language para descric~ao de ap-
resentac~oes multimedia. Este dene a temporizac~ao, layout, animac~oes, transic~oes
visual, elementos multimedia embebidos, entre outros. O Synchronized Multimedia
Integration Language (SMIL) permite a apresentac~ao de varios elementos tais como
texto, imagens, vdeo e audio, bem como links para outras apresentac~oes SMIL e
outros arquivos varios. Este usa o XML para descrever os seus elementos e tem
algumas semelhancas com o HyperText Markup Language (HTML).
A ITV difere da IPTV no que respeita ao que ambas tem para oferecer e na forma
de acesso e qualidade dos seus conteudos. Mesmo sendo ambas baseadas no protocolo
IP, enquanto que na ITV n~ao e efectuada uma gest~ao e monitorizac~ao de rede ao nvel
da qualidade de servico (QoS), em IPTV este ponto e de extrema importa^ncia de modo
a garantir um servico de boa qualidade com uma largura de banda necessaria a correcta
operac~ao do sistema sem falhas. Outra diferenca entre ITV e IPTV e que o primeiro e
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orientado a visualizac~ao em computadores \convencionais", enquanto que a IPTV pretende
ser o mais independente possvel do equipamento fsico.
Assim, o conceito de IPTV implica normalmente o conceito de rede com gest~ao de
trafego e QoS, criando um servico dedicado a difus~ao de multimedia. Apesar disso, algumas
denic~oes para IPTV, tais como as referidas pela International Telecommunication Union
(ITU) e pela DVB Group, usam o termo IPTV como um super{conjunto de ambos os
sistemas IPTV com gest~ao de rede e ITV sem gest~ao de rede.
Mais uma vez, a IPTV pretende juntar o melhor de todos os mundos e armar-se
como o sistema de TV do futuro, tendo como objectivos a apresentac~ao dos conteudos
com a maxima qualidade e interactividade possveis, sem descuidar a interoperabilidade
de recursos e tecnologias num ambiente global.
2.2.5 IPTV
IPTV, cujo acronimo e referido como \televis~ao do futuro", pode ter interpretac~oes
muito diversicadas. Algumas delas s~ao, Interactive Personal TV, devido a esta permitir
interactividade ao nvel da personalizac~ao da programac~ao segundo os desejos do utilizador,
Intelligent Personal TV por esta nova forma de televis~ao ser \inteligente" n~ao devido ao
equipamento de TV em si mas sim a rede a qual esta ligada, ou Internet Protocol TV devido
a esta ter como meio de comunicac~ao de dados a rede global que e a Internet e esta ser
baseada no protocolo IP. Ao longo de toda esta Dissertac~ao de Mestrado, a interpretac~ao
para este acronimo sera Internet Protocol Television n~ao so por ser o mais generico dos
disponveis, mas tambem por ser este o comummente mais utilizado.
Os sistemas IPTV est~ao a mudar a forma como a TV e distribuda e vista, oferecendo
enormes vantagens aos emissores televisivos e aos utilizadores. N~ao so o baixo custo de dis-
seminac~ao e transporte mas tambem o facto de possibilitar a oferta de servicos interactivos
diferenciados como on-demand TV (Video-on-Demand (VoD), Music on Demand (MoD),
jogos, etc.) torna os sistemas IPTV muito apetecveis tanto para os utilizadores como para
os operadores.
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A IPTV pretende juntar o melhor de todos os mundos no que respeita aos diversos tipos
de sistemas de televis~ao actualmente existentes. A universalidade e baixo custo da televis~ao
analogica, a excelente qualidade multimedia, interoperabilidade e estabilidade do mundo da
radiodifus~ao digital fazendo uso da alta denic~ao (HD) ou ultra-alta denic~ao (UHDV) s~ao
alguns dos objectivos da IPTV. A elevada capacidade de interacc~ao, integrac~ao, inovac~ao,
multiplicidade, disponibilidade e heterogeneidade da televis~ao sobre Internet s~ao tambem
aspectos que os sistemas IPTV te^m como objectivo concentrar num so.
Com este novo conceito, cada utilizador cria a sua propria televis~ao, na qual dene
quais os conteudos que deseja assistir, quando os deseja assistir e onde os deseja assistir
conferindo extrema mobilidade ao utilizador. Assim sendo, transitamos de um sistema
baseado na selecc~ao de canais especcos, rgidos no que respeita ao seu conteudo, para um
sistema baseado na selecc~ao do tema ou conteudo que se deseja assistir, conferindo-lhe um
elevado grau de versatilidade e personalizac~ao.
Enquanto que IPTV e inerentemente DTV pois utiliza sinais digitais, DTV n~ao e equiv-
alente a IPTV. A rede de distribuic~ao de DTV utiliza como meio de transmiss~ao dos sinais
digitais ondas electromagneticas segundo um meio guiado ou n~ao guiado, enquanto que
IPTV usa uma rede IP sobre um qualquer meio fsico com ou sem os. No que diz respeito
a interactividade, a DTV disponibiliza tipicamente um so canal unidireccional dedicado que
e utilizado pelo cliente do servico digital para recepc~ao (download) do uxo multimedia.
Por oposic~ao a este, a IPTV utiliza inerentemente um canal de comunicac~ao bidireccional
(donwload e upload) disponibilizados, de forma natural, por uma rede IP. Esta diferenca
e crucial no que respeita a criac~ao de interactividade padr~ao entre o servico de televis~ao
e o utilizador. Mesmo considerando que alguns sistemas de DTV possam actualmente
prever um poltica de comunicac~ao bidireccional, esta utiliza um canal de retorno extra
n~ao dedicado (por exemplo, uma ligac~ao ADSL), o que limita a sua utilizac~ao e obriga a
utilizac~ao de mais uma rede de telecomunicac~oes. As principais semelhancas entre IPTV e
DTV est~ao na necessidade de ter-se uma STB para utilizac~ao em sistemas de televis~ao n~ao
concebidos de forma inata para o efeito e na qualidade de audio e vdeo que s~ao proximas,
ambos podendo transmitir conteudos em HD.
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Os operadores de telecomunicac~oes introduziram-se nos tempos modernos do acesso a
Internet atraves de campanhas de marketing onde anunciavam a oferta de soluc~oes Dual
Play que se caracterizavam pelo fornecimento de servicos xos de Internet + Telefone mas
em regime de utilizac~ao em exclus~ao mutua. Com as evoluc~oes tecnologias, a utilizac~ao
do telefone simultaneamente com a Internet deixou de ser um problema. Seguindo as
tende^ncias do mercado, as operadores passaram a oferecer soluc~oes xas Triple Play que
contemplavam Internet + Telefone + Televis~ao, sendo esta ultima distribuda atraves de
uma rede Community Antenna Television (CATV) (ver gura 2.8). Surgiu por esta altura
a televis~ao digital e com ela a televis~ao de alta denic~ao que veio impor mais qualidade
multimedia ao servico. Numa das mais recentes abordagens, os operadores de telecomu-
nicac~oes comecaram a disponibilizar soluc~oes Quadruple Play. Esta, tal como a gura
2.9 tenta representar, contempla os servicos xos habituais (Internet + Telefone + Tele-
vis~ao) com o acrescimo do acesso movel dual a Internet, utilizando a rede Global System
for Mobile Communications (GSM)/Universal Mobile Telecommunication System (UMTS)
quando fora do alcance da rede WiFi fornecida pelo acesso xo a Internet, fazendo roam-
ing entre estas de forma, teoricamente, transparente para o utilizador. Para usufruir deste
servico e obviamente necessario possuir um telefone movel com as capacidades de comu-
nicac~ao necessarias. Esta recente abordagem Quadruple Play vem sem duvida facilitar e
promover a converge^ncia dos meios de acesso aos servicos disponveis e a disponibilizac~ao
dos mesmos a utilizadores moveis independentemente do local onde se encontram, da rede
de transporte que utilizem e do equipamento que possuem.
Ao nvel do meio fsico de transmiss~ao, as redes de telecomunicac~oes acessveis ao uti-
lizador comum est~ao tambem a mudar. A actual tende^ncia de transformac~ao das redes que
funcionavam sobre meios de transmiss~ao de cobre para sistemas de bra optica traduz-se
num ganho superior a 10 vezes mais velocidade para o utilizador nal. Este espantoso
aumento de velocidade das redes de acesso a Internet possibilita que esta seja utilizada, de
forma intensiva, por outras formas de comunicac~ao, entre elas os sistemas de televis~ao dig-
ital completamente interactiva que o IPTV pretende implementar. Actualmente e possvel
cenarios em que um mesmo utilizador numa mesma rede domestica pode possuir multiplos
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Figura 2.8: Arquitectura do servico Triple Play.
(Figura retirada de: http://www.seratoptik.com/?p=121)
Phone
InternetTelevision
Mobile
GSM, UMTS, WiFi
IPT
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Ethernet, W
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Figura 2.9: Representac~ao graca do servico Quadruple Play.
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dispositivos receptores de IPTV activos simultaneamente, exibindo diferentes conteudos e
todos eles usufruindo de uma muito boa qualidade de servico. E tambem ainda possvel a
utilizac~ao simulta^nea de terminais de acesso convencional a Internet e ainda a existe^ncia de
chamadas de voz sobre IP (VoIP) a decorrem com uidez tudo sobre a mesma infraestru-
tura de rede. Este facto pode ser constatado n~ao so matematicamente mas tambem devido
ao exemplo que o servico Meo da PT oferece.
Mesmo com os actuais desenvolvimentos relativos ao aumento das velocidades de acesso
a Internet, os sistemas IPTV possuem inerentemente uma necessidade de gest~ao da rede
de transporte e QoS associados. Com o aumento da largura de banda no acesso a Internet,
os seus utilizadores mudam a forma de a utilizar, criando ainda mais trafego na rede. Isto
invalida a implementac~ao de sistemas IPTV com garantia de boa qualidade de servico
sem a utilizac~ao de mecanismos de QoS e controlo de rede, para um servico contnuo
sem quebras de qualidade, com late^ncia e jitter reduzidos. E este um dos pontos que
distinguem IPTV do conceito de ITV. A n~ao necessidade de presenca de um browser e a
possibilidade de utilizac~ao de multiplos tipos de clientes ou de um unico cliente escalavel de
modo a abranger uma gama diversicada de tipos de dispositivos, e outro ponto que afasta a
IPTV da ITV. Os sistemas ITV n~ao se interessam pelo tipo e caractersticas do dispositivo
receptor nem pela qualidade da rede que fornece o servico. A seguranca e personalizac~ao
dos servicos que os sistemas de IPTV oferecem requer tambem polticas especcas baseadas
em protocolos de Authentication, Authorization and Accounting (AAA), que permitam ao
utilizador usufruir do sistema em qualquer local onde se encontre disponvel, de uma forma
segura e controlada de acordo com os seus privilegios.
Visto o trafego IPTV poder ser transportado por uma rede de larga escala ja existente
como e a Internet, coexistindo com outro tipo de trafego muitas vezes menos prioritario,
torna num grande desao a monitorizac~ao das redes e sua optimizac~ao de forma a gerir
ecientemente a largura de banda disponvel criando um servico sustentavel, escalavel e
viavel n~ao so tecnologicamente mas tambem do ponto de vista economico.
Analisando as conseque^ncias de tal implementac~ao generalizada de novos servicos IPTV
mais os sistemas e servicos existentes actualmente, e normal que os ISPs se mostrem
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preocupados devido a carga intensiva de uxos que a rede teria de suportar. A preocupac~ao
e tanta que estes apelidam os sistema de IPTV como \os assassinos das redes do futuro".
E de notar que a distribuic~ao de um servico de IPTV pode ser efectuada recorrendo a
diferentes arquitecturas de rede, desde sistemas cliente-servidor ate sistemas P2P (P2PTV)
complexos. Por sua vez, este sistemas P2P podem ser estruturados ou n~ao estruturados,
fazendo uso das caractersticas de disponibilidade, escalabilidade global, heterogeneidade
e descentralizac~ao proprias deste tipo de arquitectura de rede. Alguns sistemas P2PTV
foram ja implementados com sucesso e a sua analise revelou resultados promissores no que
respeita a carga na rede.
Na tabela 2.1 encontra-se uma pequena lista de alguns dos servicos mais conhecidos
que disponibilizam gratuitamente conteudos multimedia, segundo uma poltica P2P. E de
notar que alguns destes tipos de servicos possuem conteudos ilegais que violam regras de
direitos de autor. Isto n~ao e de estranhar dada a ndole livre e, por vezes, n~ao controlada
deste tipo de servicos. A maioria deles s~ao baseados no sistema BitTorrent, possibilitando
a partilha de qualquer conteudo entre os peers de uma forma distribuda. Para mais
informac~oes sobre qualquer um dos programas listados em particular, e favor consultar a
pagina web respectiva. Uma curiosidade sobre os sistemas P2PTV listados e que a maioria
e de origem Chinesa e em alguns casos a sua documentac~ao ou o proprio software cliente
n~ao se encontram traduzidos em Ingle^s ou outra lngua mais acessvel, dicultando assim
em muito a sua utilizac~ao por um grupo linguisticamente mais heterogeneo de utilizadores.
No que respeita a um breve apanhado da sua historia em termos mundiais, sabe-se que
o termo IPTV surgiu pela primeira vez em 1995. Em 1998 a empresa AudioNet inicia
o primeiro webcasts ao vivo com conteudo televisivo. Por volta de 2001, foi a empresa
Kingston uma das primeiras a introduzir um sistema IPTV sobre a tecnologia ADSL. Em
2003 a empresa Total Access Networks Inc lanca o seu servico de IPTV, que compreendia
100 canais IPTV internacionais de acesso gratuito. Este servico foi utilizado em mais de
100 pases e tinha canais em 26 lnguas distintas. Em 2005 a empresa Bredbandsbolaget
lancou o seu servico de IPTV, tendo sido o primeiro a surgir na Suecia.
Mais recentemente, em 2006, a AT&T lancou nos Estados Unidos da America um
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Nome do software Pagina web
PPLive http://www.pplive.com/en/
Coolstreaming http://www.coolstreaming.us/hp.php?lang=en
TVUPlayer http://www.tvunetworks.com/
PPStream http://www.ppstream.com/
PPMate http://ppmate-nettv.en.softonic.com/
TVAnts http://www.tvants-ppstream.com/
Sopcast http://www.sopcast.com/
QQLive http://tv.qq.com/
UUSee http://www.uusee.com/
Feidian http://www.pprecorder.com/iptv-feidian.htm
VGO http://vgo.21cn.com/index.html
TVKoo http://www.tvkoo.com/en/aboutus.htm
SstreamTorrent http://groups.google.com/group/streamtorrent
Afreeca http://www.afreeca.com/
Veetle http://www.veetle.com/
Zattoo http://zattoo.com/
Tabela 2.1: Lista de alguns sistemas P2PTV mais conhecidos.
servico de IPTV de nome U-Verse, contendo mais de 300 canais em 11 diferentes cidades
Americanas. Em 2009 a AT&T anunciou a introduc~ao de mais de 100 canais de TV em
HD no seu servico de IPTV. Utilizando sempre o protocolo IP, a AT&T construiu a sua
propria rede de transporte, exclusiva para transportar conteudos multimedia, garantindo
assim uma excelente qualidade de servico[34].
Na gura 2.10 e possvel observar a distribuic~ao dos servicos de IPTV no mundo ate
meados do corrente ano de 2009.
No que respeita a Portugal, actualmente tre^s grandes empresas exploram o conceito
de IPTV, incluindo este numa oferta Quadruple Play. Estas permitem aos seus clientes,
atraves do seu sistema de televis~ao, alugar/comprar lmes, ver canais de televis~ao em
qualidade HD, gravar programas televisivos na sua STB com agendamento remoto, entre
outras opc~oes. Este tipo de servicos ganharam uma grande popularidade, mas ainda pos-
suem uma falta de converge^ncia, heterogeneidade, personalizac~ao e interactividade que a
cada novo produto s~ao melhoradas.
Estas tre^s empresas s~ao a Portugal Telecom com o servico Meo e Meo Fibra, a Zon com
40
Captulo 2. Conceitos Base e Estado Actual da Tecnologia
Countries where IPTV is available in (at least) some
parts of the country
Figura 2.10: Mapa da distribuic~ao dos servicos de IPTV no mundo ate meados de 2009.
(Figura retirada de: http://en.wikipedia.org/wiki/File:IPTV-Countries.svg)
o servico Zon TVCabo e Zon Fibra e a Vodafone com o servico Vodafone Casa TV.
Como seria de esperar, o imergir dos sistemas IPTV criou novas oportunidades de
negocio e desenvolvimentos tecnologicos relacionados com sistemas de televis~ao, teleco-
municac~oes e multimedia. Alguns conceitos e funcionalidades inovadoras no campo dos
sistemas de televis~ao foram introduzidos bem como funcionalidades ja existentes foram
reinventadas. E o caso da experie^ncia de utilizac~ao de suportes multimedia como Digital
Video Discs (DVDs) e de vdeos online, onde o utilizador tem total controlo sobre o uxo
do conteudo, podendo realizar operac~oes t~ao simples como parar, pausar, avancar ou retro-
ceder para um local especco do conteudo. Mudar o idioma das legendas e do audio ou
ate o a^ngulo de visualizac~ao s~ao outras operac~oes tambem possveis. Assim sendo, algumas
das funcionalidades possveis de implementar em sistemas IPTV s~ao:
Alta denic~ao Imagem HD e som multi{canal cristalinos de excelente qualidade mesmo
em formatos de visualizac~ao de grande dimens~ao;
Controlo Parental Restric~ao dina^mica da visualizac~ao de canais e conteudos a gru-
pos especcos de espectadores (por exemplo, criancas), de modo a ltrar possveis
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conteudos improprios para estes. Ao contrario das restric~oes estaticas impostas pelos
sistemas actuais, e possvel implementar restric~oes baseadas n~ao somente no canal
mas tambem na sema^ntica dos conteudos multimedia exibidos;
Multiview Possibilidade de ver multiplos diferentes conteudos ou canais no mesmo ecr~a
ao mesmo tempo, seleccionando dinamicamente um destes como principal. Este con-
ceito tambem se aplica a um mesmo canal mas com a possibilidade de visualizac~ao do
conteudo sobre diferentes vistas ou a^ngulos, o que aliado as restantes funcionalidades
de controlo, confere ao sistema uma poderosa capacidade de interacc~ao e personal-
izac~ao;
Start Over TV ou Time-shifted TV Caso o utilizador n~ao comece a ver um pro-
grama que lhe interesse transmitido \em directo" desde o incio, e possvel voltar ao
seu incio e ver todo este (com uma deslocac~ao no tempo relativa ao original) sem
que para isso o utilizador tenha previamente iniciado a sua gravac~ao;
Pause Mesmo sendo um programa \em directo", e possvel efectuar uma pausa na sua
exibic~ao e retomar depois sem perder um unico segundo deste;
Fast Forward and Rewind E possvel avancar ou retroceder dentro dos limites tempo-
rais do conteudo multimedia mantendo a sua causalidade. No caso de um conteudo
multimedia em tempo real (por exemplo, um jogo de futebol transmitido \em di-
recto"), obviamente e possvel avancar somente ate o ponto em que este se encontra
no o temporal real;
Personal Video Recording (PVR) Esta funcionalidade ja existe em diversos sistemas
actualmente no mercado, e resume-se na possibilidade do utilizador gravar no seu dis-
positivo receptor (ou STB) um determinado conteudo multimedia de forma a poder
visualiza-lo mais tarde sem necessitar de recorrer a rede para o fornecer. Generica-
mente falando, qualquer conteudo que seja emitido/disponibilizado uma vez devera
estar disponvel na rede sempre a partir desse momento, caso isto n~ao viole leis de
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direito de autor. Caso o utilizador n~ao desejar recorrer a rede para o rever, podera
guarda-lo localmente. Este sistema devera ter a capacidade para gravar simultane-
amente multiplos conteudos provenientes de diferentes fontes. Uma funcionalidade
muito util aliada a gravac~ao de conteudos e o controlo remoto desta funcionalidade,
possibilitando colocar remotamente o receptor a gravar um qualquer programa em
determinado momento;
netword Personal Video Recording (nPVR) Diferencia-se do PVR na medida em
que o conteudo e armazenado pela rede de forma a disponibiliza-lo posteriormente
aos utilizadores. Estes conteudos gravados na rede s~ao fundamentais para o fun-
cionamento dos mecanismos de Fast Forward and Rewind, Start Over TV e Pause.
Neste tipo de armazenamento em rede, ao utilizador n~ao interessa saber onde esta o
conteudo mas sim se esta disponvel quando ele deseja aceder-lhe. Este mecanismo
pode tambem ser usado para o utilizador colocar os seus proprios vdeos e partilha-los
com a famlia e amigos de uma forma controlada e segura;
Video-on-Demand Refere-se ao acesso ou compra agil de conteudo multimedia atraves
da Internet e posterior visualizac~ao sem que para isso o utilizador tenha de levantar
do sofa. Com este servico o utilizador acede aos conteudos que deseja quando de-
sejar, sem estar restringido a programac~ao rgida de um canal de televis~ao. O VoD
tem como analogia os tradicionais \vdeo{clubes", sendo que aqui o utilizador n~ao
precisa de se preocupar em entregar o lme dentro do limite estabelecido para n~ao
pagar multas! Se o utilizador deseja, por exemplo, assistir a um lme que estreou
recentemente e n~ao e de visualizac~ao gratuita, pode o obter comprando-o de uma
forma permanente ou temporaria directamente no sistema de TV. Desde o momento
em que o conteudo e adquirido, e possvel realizar todas as operac~oes de visualizac~ao
e navegac~ao sobre ele, como se um DVD se tratasse, podendo as operac~ao de gravac~ao
n~ao ser permitidas devido a leis de direitos de autor (tal como acontece normalmente
nos DVDs legais);
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Music on Demand Este servico e de ndole muito semelhante ao servico VoD e visa
permitir a aquisic~ao agil e legal de musicas e sua futura reproduc~ao a partir do
sistema IPTV;
Bookmark Caso exista uma parte especca de um conteudo multimedia que por al-
gum motivo o utilizador gostaria de assinalar para futuramente encontra facilmente,
assume-se a possibilidade de colocac~ao de uma marcac~ao neste. E feita assim uma
analogia com um marcador de um livro, em que o utilizador pode marca de alguma
forma um frase, paragrafo ou pagina de um livro que lhe suscite mais interesse;
Anuncios publicitarios localizados Abre uma nova forma de publicidade e negocio
em que um determinado conteudo pode possuir produtos e/ou servicos facilmente
adquirveis atraves do sistema de televis~ao em uso, recorrendo a compra online via
Internet do mesmo, ou simplesmente, possibilitando a consulta de informac~ao mais
pormenorizada sobre estes. Desde bilhetes de cinema ate ao vestuario ou mobiliario,
tudo podera suscitar interesse ao utilizador ao ver esse bem ou servico em deter-
minado conteudo multimedia. Para alem de servicos de publicidade prossional,
tambem podera suportar, de uma forma controlada, publicidade colocada directa-
mente por determinado utilizador com vista a vender um determinado produto;
Informac~oes e notcias personalizadas Barra de notcias e informac~oes personalizadas
colocada estrategicamente no ecr~a sem interromper ou comprometer de forma signi-
cativa a visualizac~ao de conteudos multimedia. Esta informac~ao podera usar dados
como a localizac~ao do utilizador, temperatura, hora do dia e outros para alertar o
utilizador para notcias importantes, eventos locais, meteorologia local, etc;
Emerge^ncias e Monitorizac~ao Servicos de emerge^ncia de varia ndole poder~ao estar
ligados ao utilizador 24 horas por dia via IPTV, quer por intermedio de dispositivos
xos ou moveis. Deste modo e possvel a monitorizac~ao de situac~oes consideradas
crticas a priori bem como o facil despoletar de alarmes em situac~oes anomalas
pontuais;
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Electronic Program Guide Disponibilidade de um guia electronico de programac~ao
dos conteudos televisivos que permite ver e/ou seleccionar os conteudos multimedia
a assistir em determinada hora;
Sistemas de geolocalizac~ao Introduc~ao de opc~oes de procura de bens ou servicos (por
exemplo, nas paginas amarelas), que permita a localizac~ao geograca dos mesmos
bem como a captura das informac~oes disponveis e o contacto telefonico ou de e-
mail. E tambem interessante a possibilidade de localizac~ao geograca de elementos
que o utilizador deseje, como por exemplo, o seu proprio c~ao, o seu carro ou amigos
e familiares do mesmo (se estes o permitirem). O acompanhamento da rota do auto-
carro escolar dos lhos ou do avi~ao onde a esposa viaja tambem s~ao funcionalidades
interessantes. Para alem destes servicos, o planeamento de rotas e viagens torna-se
muito mais comodo quando efectuado de forma natural em frente ao sistema de TV
socializando com a famlia ou amigos, usufruindo de vdeos dos locais, sugest~oes,
informac~oes e todo um conjunto de ferramentas disponveis;
Interactividade e comunicac~ao entre utilizadores Possibilidade nativa de troca de
mensagens e outras formas de comunicac~ao entre utilizadores presentes no sistema.
Esta funcionalidade cria a oportunidade de utilizac~ao de um sistema que, ate ent~ao,
para pouco mais servia que ver televis~ao. Assim os sistemas de TV tornam-se em
verdadeiros sistemas de comunicac~ao e entretenimento multi-utilizador de alta qual-
idade, disponibilizando, entre outros servicos, jogos em rede (com possibilidade de
serem computados remotamente abstraindo-se assim das capacidades gracas e de
processamento do cliente), karaoke, vdeo{confere^ncia, albuns fotogracos, acesso a
redes sociais (facebook, twitter, etc.), utilizac~ao de chats (Google Talk, Skype, Mi-
crosoft Messenger, etc.), entre outros;
E-learning Os sistema de ensino a dista^ncia fazem cada vez mais parte da educac~ao dos
cidad~aos. Os sistemas IPTV podem permitir o facil e comodo acesso a complexos
sistemas de e-learning a dista^ncia, livros electronicos, tutoriais em vdeo, entre outros;
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Acesso a Internet Esta funcionalidade surge de uma forma perfeitamente natural, dado
que os sistemas IPTV s~ao sistemas que utilizam a Internet. Assim sendo, tal como e
possvel com IPTV ver televis~ao no PC, tambem podera ser possvel aceder a todos os
recursos da Internet a partir do aparelho convencional de TV, usufruindo do mesmo
nvel de interactividade de um computador tpico;
Partilha de dados Partilha de fotograas, musica, documentos e outros cheiros com
outros utilizadores IPTV e com outros sistemas computacionais pertencentes a rede
local ou global;
Procura avancada de conteudos Possibilidade de procura de conteudos n~ao so de forma
textual mas tambem fazendo uso dos mecanismos de reconhecimento de padr~oes e
analise facial por comparac~ao com outros conteudos (imagens, fotos, vdeos, musicas,
etc.). Este mecanismo tambem podera ser utilizado na procura de produtos em
quest~oes de publicidade;
Heterogeneidade e converge^ncia dina^mica Com os sistemas IPTV a utilizarem uma
rede IP Multimedia Subsystem (IMS) controlada e possvel, entre outras coisas:
 Permutar a visualizac~ao dos conteudos multimedia entre dispositivos distintos de
forma facil e com persiste^ncia do estado anterior. Por exemplo, caso o utilizador
esteja a assistir um lme no seu sistema de TV em casa mas precisa de sair para
ir apanhar o comboio, ele podera parar a exibic~ao do conteudo multimedia e
continuar a assistir o mesmo, por exemplo, no seu iPhone desde o ponto em que
parou anteriormente, mantendo toda a interactividade com o conteudo;
 Utilizar sistemas de TV para interagir e controlar outros sistemas distintos liga-
dos a Internet. Por exemplo, caso o utilizador possua uma \casa inteligente", e
possvel utilizar o seu actual sistema de TV (dedicado ou n~ao dedicado, xo ou
movel) para controlar e vericar os recursos e para^metros da sua habitac~ao. Este
pode, por exemplo, vericar se todas as janelas est~ao fechadas pois comecou a
chover, visualizar imagens do seu bebe que se encontra a dormir no quarto do
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piso acima ou ligar o sistema de rega do jardim. Esta funcionalidade tambem se
reveste de muita utilidade no caso do utilizador abandonar a sua casa por um
perodo indeterminado mas desejar continuar a controla-la como se la estivesse,
assim como vigiar a mesma ao mesmo tempo que ve^ as notcias ou um lme,
por exemplo;
 Comunicar com utilizadores de outros sistemas com diferentes arquitecturas
como GSM, UMTS, Internet Messaging, entre outros, atraves de Short Mes-
sage Services (SMSs), chamadas de audio, chamadas de vdeo com dispositivos
moveis ou xos que as suportem, audio ou vdeo-chamadas com outros uti-
lizadores de IPTV, etc. Desde o momento em que o acesso aos recursos esteja
centralizado e todos os subsistemas estejam interligados formando um sistema de
comunicac~ao \universal", uma enorme quantidade de funcionalidades e servicos
s~ao passveis de serem implementados;
Foi anunciado recentemente pela empresa Microsoft Corporation o desenvolvimento de
um novo projecto, aplicado a consola XBOX, chamado Project Natal
(http://www.xbox.com/en-US/live/projectnatal/). Este projecto visa a criac~ao de um
sistema revolucionario na area da interacc~ao humano{computador, aplicado neste caso a
jogos de computador. A Microsoft prop~oe que n~ao sejam necessarios quaisquer controlos
remotos excepto os movimentos fsicos e a capacidade vocal do utilizador. Tal como se
pode encontrar na sua pagina web: \See a ball? Kick it, hit it, trap it or catch it. If you
know how to move your hands, shake your hips or speak you and your friends can jump
into the fun { the only experience needed is life experience.".
O Projecto Natal e mais um exemplo de um sistema, que aliado ao conceito de IPTV,
poderia despoletar uma profunda mudanca na forma como os utilizadores interagem e
descrevem os sistemas de TV. A televis~ao sem duvida que mudou a forma como as pessoas
ve^em o Mundo desde que foi criada. Esta tem agora espaco e possibilidade para crescer em
termos de funcionalidade, utilidade e criatividade, que podem n~ao so transformar o mundo
da televis~ao mas tambem o Mundo e a sociedade global.
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Analisando servicos como o iTunes da Apple que disponibiliza um variado leque de
musica e software (para dispositivos Apple) de forma legal e a precos bastante acessveis,
e possvel determinar o porque^ da sua t~ao grande popularidade. Servicos semelhantes se-
riam, possivelmente, muito bem vistos pelos utilizadores no que respeita aos sistemas de
distribuic~ao de conteudos em IPTV. Enquanto que conteudos gratuitos seriam disponi-
bilizados de forma completamente livre, conteudos n~ao gratuitos como lmes ou series
televisivas recentes seriam disponibilizadas segundo uma poltica de AAA, pagos atraves
de importa^ncias mnimas, que incentivassem a reduc~ao da pirataria informatica relativa a
conteudos multimedia.
Genericamente e salvo restric~oes de direitos de autor, qualquer conteudo que seja emiti-
do/disponibilizado uma vez devera estar disponvel na rede sempre a partir desse momento.
Esses conteudos poder~ao estar localizados em servidores dedicados e/ou nos proprios sis-
temas de televis~ao clientes (STBs e ans), criando uma rede P2PTV onde os conteudos
est~ao mais distribudos e logo mais acessveis aos utilizadores, sobrecarregando menos sis-
temas especco. O acesso aos conteudos por parte dos utilizadores podera ser efectuado de
uma forma completamente livre ou segundo polticas de acesso restrito quando o conteudo
so pode ser acedido por um grupo especco de utilizadores com determinados privilegios,
sejam estes devidos a polticas de pagamento pelo conteudo ou polticas de privacidade.
A evoluc~ao das redes de telecomunicac~oes est~ao a levar a que no futuro o utilizador n~ao
possua o suporte fsico do conteudo multimedia. Este ira se encontra online ou na memoria
do sistema de televis~ao (STB e ans).
No futuro da IPTV, cada utilizador podera criar o seu proprio canal de televis~ao,
podendo tambem visualizar canais tpicos e ate fundi-los com conteudos provenientes de
fontes diversicadas que deseja assistir.
Existem actualmente algumas entidades internacionais empenhadas em desenvolver a
tecnologia IPTV bem como em tornar padr~ao as tecnologias utilizadas. Algumas dessas
entidades s~ao: Internet Streaming Media Alliance, IPTV Focus Group, o Open IPTV Fo-
rum.
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2.3 Arquitecturas de Redes IPTV
Existem multiplas formas de visualizar conteudos multimedia utilizando o protocolo
IP. O modo mais comum na Internet e baseado nas arquitecturas cliente{servidor, dos
quais e possvel referir dois tipos:
Download{and{Play Arquitectura em que o utilizador necessita de fazer o download
do conteudo multimedia e so depois pode visualiza-lo. Com este metodo o utilizador
tem, tipicamente, de esperar pela conclus~ao do download antes de comecar a assistir
ao conteudo. Este tipo de arquitectura e inviavel para conteudos em tempo{real;
Streaming Arquitectura em que o utilizador recebe progressivamente o conteudo enviado
pelo servidor, podendo assistir simultaneamente a este enquanto o recebe, tipicamente
com um atraso devido a codicac~ao/descodicac~ao, transporte na rede, etc. Com este
metodo o utilizador n~ao tem de esperar pela transfere^ncia completa do conteudo antes
de comecar a usufruir do mesmo, podendo assistir a conteudos em tempo{real.
Para alem de arquitecturas cliente{servidor, uma outra forma de transferir dados muito
utilizada hoje em dia na Internet e conhecida por P2P. No caso desta arquitectura ser
utilizada na transfere^ncia de streamings com conteudos multimedia (televis~ao), apelida-se
normalmente de P2PTV. A gura 2.11 esquematiza as diferencas entre uma rede do tipo
cliente{servidor e uma rede do tipo P2P.
De uma forma geral, as redes P2P s~ao baseada em redes cooperativas, onde os uti-
lizadores est~ao ligados entre si e partilham informac~ao ao mesmo nvel, substituindo a
noc~ao de clientes e servidores pela noc~ao de peers. Ao mesmo tempo que um utilizador
pode estar a receber um cheiro, este podera estar tambem a partilhar o mesmo e/ou
outros na rede com multiplos utilizadores. Deste modo cria-se uma arquitectura de rede
totalmente distribuda onde os dados se encontram replicados ao longo dos nos da mesma.
As redes P2PTV podem diferir de uma rede P2P tpica na medida em que podem
possuir nos que actuam como super{peers, colocando e actualizando os conteudos na rede.
Estes super{peers actuam como servidores numa primeira insta^ncia, disseminando inicial-
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Figura 2.11: Esquemas exemplicativos das arquitecturas cliente{servidor e P2P, respec-
tivamente.
mente os conteudos pelos peers. Esta arquitectura hbrida P2P e cliente{servidor permite
n~ao sobrecarregar um servidor unico de streaming, tornando assim o servico mais dis-
tribudo e logo menos susceptvel a falhas. A gura 2.12 representa esquematicamente
uma rede P2PTV.
Sistemas P2P como o BitTorrent foram alvo de testes para funcionamento com conteudos
multimedia numa poltica de streaming distribudo, tendo-se obtido resultados muito pos-
itivos, revelando uma carga na rede bem distribuda aliada a uma qualidade e disponi-
bilidade multimedia muito satisfatorias. O problema mais notorio destas arquitecturas
P2P e a possvel falta de seguranca e o atraso no incio do streaming. Sistemas como o
popular PPLive ou o CoolStreaming[48], implementam um sistema IPTV sobre uma rede
mesh-pull P2P [31] criando assim um sistema P2PTV com uma tecnologia semelhante a
utilizada no protocolo BitTorrent. Nesta tecnologia os utilizadores partilham os conteudos
ao mesmo tempo que os est~ao a assistir ou descarregar. Tipicamente, existe um pequeno
numero de super{peers (ou \servidores"), funcionando como uma proxy de vdeo, que te^m
um papel muito importante na colocac~ao inicial e actualizac~ao dos conteudos. Isto possi-
bilita a disseminac~ao de conteudos de uma forma distribuda balanceando a carga na rede
e melhorando quer as medidas de desempenho quer a disponibilidade dos dados.
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Figura 2.12: Exemplo esquematico de uma rede P2PTV.
(Figura retirada de: http://upload.wikimedia.org/wikipedia/commons/6/6e/P2PTV.svg)
Mesmo utilizando um sistema P2P, os sistemas IPTV podem necessitar da utilizac~ao
de polticas de QoS para garantir de uma forma inequvoca um servico avel e constante
com elevado QoE.
Devido ao constante crescimento na utilizac~ao dos sistemas P2P para partilha de
cheiros, estes s~ao actualmente um dos maiores responsaveis pelo trafego na Internet a
nvel mundial. Isto leva a que alguns ISPs tentem aplicar polticas de rede que retiram
alguma prioridade aos dados enviados por este tipo de programas, condicionado de forma
prejudicial o bom funcionamento deste tipo de redes.
Segundo a ITU, a arquitectura funcional de um sistema IPTV pode ser baseada nos
componentes e na tecnologia de redes existentes, ou numa arquitectura Next Genera-
tion Network (NGN). Esta abordagem conduz a tre^s possveis opc~oes de arquitecturas
IPTV[20]:
 Arquitectura funcional de IPTV para componentes de redes non-NGN (incluindo as
redes existentes);
 Arquitectura funcional de IPTV baseada numa arquitectura NGN, mas n~ao baseada
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em IMS;
 Arquitectura funcional de IPTV baseada numa arquitectura NGN e IMS.
Os quatro domnios funcionais de um sistema IPTV, conforme ilustrado na gura 2.13,
s~ao os seguintes:
Provedor de Conteudos Entidade que possui ou esta habilitada para distribuir os conteudos;
Prestador de Servico Entidade que fornece o servico IPTV ao utilizador nal. Tipica-
mente, adquire ou licencia os conteudos pertencentes a um provedor de conteudos e
coloca-os num pacote que disponibiliza ao utilizador nal. Este servidor ca tambem
incumbido de toda a gest~ao e monitorizac~ao do servico IPTV;
Provedor de Rede Entidade que liga o utilizador nal ao Prestador de Servico. Pode
ocorrer facilmente que o Prestador de Servico e o Prestador de Rede sejam a mesma
entidade. Como exemplo disso temos o servico IPTV Meo que utiliza a rede da PT,
entidade a qual pertence;
Utilizador Entidade nal que consome e paga pelos conteudos IPTV disponibilizados.
End-User Network Provider Service Provider Content Provider
Figura 2.13: Domnios funcionais do IPTV segundo o ITU-T.
(Figura baseada em:
http://www.itu.int/dms pub/itu-t/oth/19/04/T19040000020001MSWE.doc)
Como e possvel vericar, a arquitectura funcional ilustrada em 2.13 e bastante geral
e simplicada. Cada domnio funcional pode ser expandido na sua arquitectura especica
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que pode variar consoante a implementac~ao. No caso desta abordagem, o servidor IPTV
implementado enquadra-se no domnio funcional apelidado por \Prestador de Servico".
A data de escrita desta Dissertac~ao, muitas outras entidades se dedicavam ao desen-
volvimento de soluc~oes IPTV, quer de caracter mais cientco ou mais comercial. Assim
sendo, torna-se muito difcil mencionar e explicar a arquitectura especica utilizada por
cada uma, n~ao sendo tambem um objectivo desta Dissertac~ao de Mestrado o estudo ex-
austivo das mesmas.
De qualquer forma, salientam-se empresas como a gigante Cisco que possui soluc~oes in-
tegradas de IPTV end-to-end. E possvel ver a arquitectura desta soluc~ao consultando o site
http://www.cisco.com/en/US/netsol/ns610/networking solutions solution category.html.
2.4 Tecnologias de Desenvolvimento
Em termos de tecnologias disponveis para a construc~ao de um sistema deste tipo, e
possvel encontrar um leque variado de diferentes soluc~oes para as varias componentes do
servidor IPTV implementado.
Foram valorizadas tecnologias que possibilitam um alto nvel de escalabilidade, que
permitam denir arquitecturas distribudas e que fossem o mais independentes possvel de
pormenores de implementac~ao bem como da arquitectura computacional utilizada.
Tal como ja foi referido, o sistema desenvolvido n~ao contempla os mecanismos de cod-
icac~ao dos conteudos multimedia bem como o seu transporte na rede. Este foca-se na
agregac~ao e aquisic~ao de informac~oes relativas aos conteudos para futura classicac~ao, bem
como na persiste^ncia de todos os dados disponveis quer sobre os conteudos quer sobre os
utilizadores para aplicac~ao nos algoritmos de aprendizagem dina^mica do perl destes.
A ndole base deste trabalho assenta na personalizac~ao automatica de canais, que e
possvel gracas a persiste^ncia dina^mica sintetizada das prefere^ncias do utilizador, bem
como o seu historico e variaveis relativas a um conjunto de para^metros que reectem o
estado do utilizador.
Assim sendo, e crucial a existe^ncia de uma base de dados para alojar todas os dados
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necessarios. As tecnologias de base de dados consideradas foram:
 XML (http://www.w3.org/XML/)
 MySQL (http://www.mysql.com/)
 Oracle Database (http://www.oracle.com/database/index.html)
 PostgreSQL (http://www.postgresql.org/)
 Firebird (http://www.rebirdsql.org/)
 Microsoft SQL Server (http://www.microsoft.com/SQL/default.mspx)
De entre a lista de opc~oes consideradas, o SGBD escolhido foi o MySQL. As principais
raz~oes assentam no facto de ser de utilizac~ao gratuita, muito estavel para sistemas de pe-
quena e media dimens~ao, de facil utilizac~ao e manutenc~ao e ainda muito disseminado global-
mente, o que signica que muitos sistemas e aplicac~oes o suportam. Para mais informac~oes
sobre MySQL, e possvel consultar a sua pagina ocial em http://www.mysql.com/. A
secc~ao 4.5 refere-se ao modulo de persiste^ncia de dados do sistema e contem mais in-
formac~oes sobre as tecnologias de base de dados adoptadas.
Mesmo n~ao sendo utilizado para efectuar persiste^ncia dos dados relativos aos conteudos
ou aos utilizadores, foi usado XML para dar persiste^ncia a algumas congurac~oes especcas
do sistema bem como na poltica de comunicac~ao com os clientes.
Para alem do sistema de base de dados, foi tambem necessario escolher qual a linguagem
de programac~ao das funcionalidades nucleares pretendidas. As linguagens de programac~ao
consideradas foram C/C++, Java e C#.
Analisadas as opc~oes consideradas, foi determinada a utilizac~ao da linguagem Java da
Sun, devido a ser uma linguagem (teoricamente) independente da arquitectura do sistema,
estavel, muito intuitiva e clara, de funcionalidade facilmente extensvel e actualmente de
uso muito comum nos mais variados tipos de sistemas. Os motivos da escolha desta lin-
guagem em detrimento das restantes consideradas n~ao se cam por aqui. A existe^ncia
da framework Hibernate para Java que possibilita o mapeamento objecto{relacional no
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acesso a bases de dados relacionais (como e o caso do MySQL), tambem inuenciou
muito a escolha. Para mais informac~oes sobre o Hibernate, consultar a pagina ocial
em https://www.hibernate.org/. A secc~ao 4.5 refere a utilizac~ao do Hibernate no sistema,
articulando-o com as restantes tecnologias utilizadas.
Relativamente ao ambiente de desenvolvimento (Integrated Development Environment
(IDE)), foi utilizado o NetBeans. Esta escolha foi efectuada tendo em conta a existe^ncia
de um grande numero de ferramentas deste tipo, como e o caso do Eclipse, do JCreator,
JBuilder, DrJava, entre outras. As raz~oes que levaram a utilizac~ao do NetBeans como
IDE no desenvolvimento do servidor IPTV basearam-se nos seguintes factores: e uma
ferramenta muito intuitiva, facil de utilizar e versatil; possui todas as ferramentas para
arquitectar e dimensionar um software de media e grande complexidade, integrando num
so ambiente um grande numero de funcionalidades, permitindo tarefas desde a modelac~ao
do sistema a implementar, passando pelo seu desenvolvimento, instalac~ao e debug/testes;
o autor desta Dissertac~ao possua a priori alguma experie^ncia e conhecimento no uso da
ferramenta.
Na secc~ao 4.2 e possvel encontrar mais informac~oes sobre as tecnologias utilizadas na
concepc~ao do nucleo do sistema.
No que respeita ao protocolo de comunicac~ao entre o cliente e o servidor IPTV, foram
denidas mensagens utilizando XML e XML Schema Denition (XSD) que possibilitam
a comunicac~ao via HTTP entre ambos de forma organizada e estruturada. Este modelo
de comunicac~ao e independente da arquitectura do cliente, tendo por base um sistema
cliente{servidor em que o cliente despoleta sempre a comunicac~ao. Este topico e abordado
de forma mais extensa na secc~ao 3.4.
Desde o incio da projecc~ao do sistema que cou denido que a comunicac~ao seria
efectuada com recurso a uma estrutura XML sobre HTTP, tal como acontece tipicamente
nos Web Services. Assim, e possvel a construc~ao, de forma natural, de clientes IPTV
segundo abordagens t~ao distintas como soluc~oes Desktop, Web ou Mobile, mantendo a
mesma poltica de interacc~ao com o servidor.
Relativamente ao modo como o sistema adquire os links para os conteudos multimedia
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e toda a sua informac~ao, foram consideradas tre^s abordagens que funcionam no sistema si-
multaneamente: feeds RSSs provenientes dos provedores de conteudos; APIs dos provedores
dos conteudos se estas estiverem disponveis; Introduc~ao directa dos dados dos conteudos
por parte dos utilizadores dos sistema.
Em qualquer uma das formas anteriores, o sistema adquire toda a informac~ao disponvel
sobre o conteudo multimedia mas n~ao guarda o conteudo propriamente dito. Informac~oes
mais detalhadas sobre esta componente do sistema podem ser encontradas na secc~ao 4.3.
No que se refere a ferramenta de gest~ao e monitorizac~ao do sistema (IPTV Server GUI ),
foram consideradas inicialmente as seguintes tecnologias:
 HTML + PHP + JS (JQuery)
 Zk (http://www.zkoss.org/)
 JavaFX (http://javafx.com/)
 JSP ou JSF (http://java.sun.com/)
 Java Swing + SwingX (http://java.sun.com/javase/technologies/desktop/)
Devido a simplicidade requirida e tambem dado que a ferramenta de gest~ao e monitor-
izac~ao e actualmente utilizada maioritariamente para debug do sistema, foram utilizadas
as tecnologias Java Swing e SwingX segundo uma poltica de aplicac~ao Desktop multiuti-
lizador. Para um esclarecimento mais profundo sobre a ferramenta desenvolvida, consultar
a secc~ao 4.6.
2.5 Conclus~ao
E facilmente vericavel que no decorrer dos anos os sistemas de TV te^m evoludo cons-
tantemente a todos os nveis. Estes te^m cada vez mais impacto nos habitos da sociedade
moderna, vericando-se mesmo que muitas pessoas ja quase n~ao conseguem passar sem ver
os seus conteudos de interesse, sejam eles conteudos noticiosos, cinematogracos, polticos,
desportivos ou outros.
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Em tracos gerais, e possvel armar que os sistemas IPTV actuais podem ser consid-
erados como somente um vislumbre daquilo que poder~ao ser no futuro, dadas todas as
possibilidades que estes permite.
E de considerar que nos ultimos anos tem-se assistido a um maior investimento nesta
area, o que a permitiu passar do conceptual testado nos laboratorios para sistemas reais em
utilizac~ao por todo o mundo e em especial em Portugal. Mesmo assim o estado tecnologico
actual destes sistemas ainda esta muito aquem do espectavel, e sendo a IPTV considerada
a televis~ao do futuro, a tende^ncia devera ser para investir nesse mesmo futuro.
E visvel que as principais entidades que est~ao por detras dos avancos tecnologicos
nos sistemas de IPTV ja pensam na essencial necessidade de converge^ncia dos meios de
visualizac~ao, heterogeneidade e agregac~ao dos conteudos e funcionalidades, para que deste
modo seja possvel servir mais e melhor as necessidades do utilizador. So deste modo sera
possvel expandir o conceito de televis~ao a dispositivos e tecnologias que ate ent~ao n~ao
possuam essa funcionalidade, bem como transpor o conceito de televis~ao e criar novas
funcionalidades em diferentes tecnologias e equipamentos.
Durante toda a pesquisa sobre tecnologias de TV e mais especicamente sobre IPTV,
foi concludo que existem multiplas soluc~oes de um vasto numero de empresas (algumas
delas de grande dimens~ao) a trabalhar nessa area, bem como de grupos com parcerias
tecnologicas varias. A grande maioria destas focam-se essencialmente nas formas de trans-
miss~ao end{to{end dos conteudos na rede, preocupando-se com tematicas como o trans-
porte sobre IP, QoS, QoE, controlo e codicac~ao dos sinais de vdeo, descuidando a clas-
sicac~ao, caracterizac~ao e agregac~ao de conteudos multimedia. E nesta componente que
este trabalho visa dar uma modesta contribuic~ao e, mais que isso, fomentar algum desen-
volvimento futuro.
Mesmo n~ao fazendo parte dos objectivos desta dissertac~ao, a mesma e sensvel a
tematicas como a integrac~ao de novos servicos e tecnologias nos sistemas IPTV, bem
como a criac~ao de novas funcionalidades e reinvenc~ao dos conceitos ja existentes, a alta
disponibilidade do servico e a heterogeneidade dos meios de acesso ao mesmo. Todas estas
caractersticas s~ao factores preponderantes para o sucesso e proliferac~ao do servico.
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Captulo 3
A Arquitectura do Servidor: Analise
Funcional
3.1 Introduc~ao
Este captulo tem como principal objectivo a apresentac~ao de forma breve e geral da
arquitectura do sistema, sendo que a especicac~ao exaustiva de cada modulo que o constitu
sera enunciada no captulo 4. S~ao tambem aqui especicados os requisitos propostos para
o sistema que levaram a adopc~ao da sua arquitectura, bem como a metodologia geral do
modelo de comunicac~ao utilizado.
3.2 Requisitos do Sistema
Antes de formular a arquitectura do sistema, foi necessario analisar as necessidades e
requisitos deste de forma a desenhar a melhor soluc~ao possvel que reuna as caractersticas
pretendidas pelo sistema proposto no a^mbito desta Tese de Mestrado. A gura 3.1 mostra
de forma graca os requisitos globais pretendidos depois da analise efectuada.
E de notar que esta analise de requisitos prende-se com as necessidades de suporte
globais do sistema, numa vis~ao futura de trabalho, e n~ao necessariamente com os requisitos
obrigatorios para esta dissertac~ao. Os requisitos obrigatorios para esta tese encontram-se no
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<<requirement>>
Client Communication
<<requirement>>
Content Aggregation
<<requirement>>
Data Persistence
<<requirement>>
Content Recommendation 
<<requirement>>
Login/Logout
<<requirement>>
New User
<<requirement>>
Send New Link
<<requirement>>
Search for Content
<<requirement>>
Save Content Data
<<requirement>>
UpdateContent Data
<<requirement>>
Verify Content Link
<<requirement>>
Delete Data
<<requirement>>
IPTV Server
<<requirement>>
Send Feedback
<<requirement>>
Client Configuration
<<requirement>>
Update Data
<<requirement>>
Save Data
<<requirement>>
Save User Profile
<<requirement>>
Update User Profile
<<requirement>>
Search for Best Contents
<<requirement>>
Correlate Current Information
<<requirement>>
Search for Links
<<requirement>>
Management 
<<requirement>>
Learn User Profile
<<derive>>
<<derive>>
<<derive>>
<<derive>>
<<derive>>
<<derive>>
<<derive>>
<<derive>>
<<derive>> <<derive>> <<derive>> <<derive>>
<<derive>>
<<derive>>
<<derive>>
<<derive>> <<derive>>
<<derive>>
<<derive>>
<<derive>>
<<derive>>
<<derive>>
<<derive>>
Figura 3.1: Requisitos globais do servidor IPTV. A azul: para futura implementac~ao.
grasmo 3.1 com fundo verde. A azul e possvel observar os requisitos cuja implementac~ao
n~ao faz parte deste trabalho mas que o mesmo criou condic~oes para futura introduc~ao.
Depois de elaborada a lista de requisitos do sistema, procedeu-se a construc~ao do dia-
grama de casos de utilizac~ao (use cases) em Unied Modeling Language (UML) que rep-
resenta de uma forma generica as funcionalidades do servidor no seu todo.
O diagrama elaborado encontras-se nesta Dissertac~ao na gura 3.2. A semelhanca do
diagrama de requisitos do sistema (3.1), os casos de utilizac~ao representados com fundo
azul indicam funcionalidades que ainda n~ao foram implementadas, enquanto que os casos
de utilizac~ao com fundo verde dizem respeito a func~oes completamente operacionais no
servidor.
3.3 A Arquitectura
A arquitectura base do sistema desenvolvido baseia-se em quatro modulos distintos com
funcionalidades especcas, com a possibilidade de serem distribudos por varias maquinas,
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IPTV Server Core
IPTV Client
Youtube
RSS
Feeds
Content Link
Source
User Profile
Learning
User Profile Learning
Content Link Source
Learning
Algorithms
Suggestion
Algorithms
IPTV Server Core
User
Add New 
Content Link
Remove
Content Link
Create
New User
Update User
Data
Remove
User
User Login
User Logout
Update
Content Link
Learn&Update
User Preferences
Learn&Update
Content Profile
Learn&Update
Provider Profile
Learn&Update
Author Profile
Suggest
Content to User
Verify
Content Link
Validate
New User
Get New
Content Link
Get Content
Link List
Set Content
Feedback
Block User
Account
Send Email
to User
Insert New
Content Link
Remove
Content Link
Search For
Content Links
Correlate
Data
Figura 3.2: Casos de utilizac~ao genericos do servidor IPTV. A azul: para futura imple-
mentac~ao.
interligadas atraves de uma rede TCP/IP. De entre os modulos construdos existe um que
possui uma maior importa^ncia funcional para o correcto funcionamento do sistema, sendo
mesmo considerado o \ponto crtico" deste. Este e a base de dados do servidor IPTV
ou tambem denominado nesta dissertac~ao por IPTV Database (secc~ao 4.5). Usado pelos
restantes modulos para partilha da informac~ao referente a todos os actores presentes no
sistema, este possui um papel crucial no que diz respeito a sincronizac~ao e partilha dos
dados. A gura 3.3 mostra o diagrama da arquitectura geral do servidor no qual e possvel
ver o caracter modular do mesmo.
Na gura 3.3, a orientac~ao das setas referentes as ligac~oes entre os diferentes modulos
mostram o sentido das depende^ncias e as etiquetas das mesmas o protocolo base de co-
municac~ao. Ainda nestas, o estereotipo etiquetado como << import >> signica que a
depende^ncia e interna (a funcionalidade esta embebida no modulo), enquanto que o es-
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IPTV Server
IPTV Client
Rui Gonsalves's
Master Thesis (2009)
IPTV Database
(DBMS)
User Profile Learning
(Classification & Suggestion)
Content Link Source
(Multimedia Aggregator)
<<auxiliary>>
IPTV Server GUI 
(Management)
IPTV Server Core
(Client Communication Manager)
IPTV Player
IPTV Client
Communications API
Via RSS feeds,multimedia 
providers APIs, etc.
IPTV Database Access
 (Database API)
GUI Connector
GUI Connector
HTTP Server
Youtube API
RSS Reader API
GUI ConnectorProfile Learning
Content Suggestion
E-mail Client
MySQL
<<access>>
RMI
<<access>>
RMI <<access>>
RMI
<<import>>
<<import>>
<<import>>
<<import>>
Contents
TCP/IP
SMTP
TCP/IP
TCP/IP
Figura 3.3: Diagrama geral da arquitectura do servidor IPTV implementado.
tereotipo << access >> signica que a depende^ncia existe devido ao modulo em quest~ao
necessitar de aceder e/ou modicar dados remotos que n~ao lhe pertencem.
Cada modulo possui uma insta^ncia da API de acesso a base de dados (IPTV Database
Access). O acesso aos dados presente na base de dados e efectuado de forma exclusiva
com recurso a essa mesma API, criada para o efeito e que mapeia todas as entidades em
objectos Java. O DBMS utilizado actualmente e o MySQL, sendo que devido ao facto de
toda a arquitectura do sistema se basear na utilizac~ao da API de acesso a base de dados, e
extremamente facil a mudanca de DBMS, sendo necessario somente alterac~oes mnimas na
congurac~ao da API de acesso. Isto cria uma camada logica que abstrai as especicidades
de implementac~ao da base de dados dos modulos que a utilizam. A gura 3.4 traduz, de
forma graca, o enquadramento da API de acesso a base de dados no sistema. No que
respeita a introduc~ao de novas funcionalidades ou alterac~ao das existentes, esta camada
intermedia de acesso aos dados mostra-se novamente de extrema utilidade e importa^ncia
no que respeita a agilizac~ao e correcc~ao dos processos, restringindo a responsabilidade de
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possveis erros e problemas de acesso aos dados a uma so entidade.
0 1 0 0 0 1 0 1 1 0 1 0 1 1 1 0 1  0 1 1 1 1 1 0 1 0
1 0 1 0 1 0 1 0 1 0 0 0 . . .
MySQL
Hibernate
IPTV Database Access
ServerCore UPLearning CLSources
IPTV Server GUI
Figura 3.4: Enquadramento da API de acesso a base de dados do servidor IPTV.
Excepto no caso da ferramenta de gest~ao remota do sistema, todos os dados uem
sempre entre o modulo que os requer e a base de dados, sendo que nunca existe co-
municac~ao directa entre diferentes modulos. Cada um dos modulos possui um cheiro
XML de congurac~ao do mesmo (representado no diagrama 3.3 pelo smbolo < = > a
cor vermelha), sendo que este pode ser alterado de forma directa (editado num editor de
texto) ou atraves da ferramenta de gest~ao remota do sistema. De qualquer forma, para
que as novas congurac~oes sejam utilizadas, e sempre necessario reiniciar o modulo em
causa. Este cheiro de congurac~ao confere a cada modulo persiste^ncia estruturada das
suas congurac~oes especcas, o que se traduz num sistema facilmente reconguravel, ro-
busto e exvel. Seguidamente e possvel encontrar um exemplo de um cheiro XML de
congurac~ao do modulo IPTV Server Core a ttulo exemplicativo.
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1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 <Se rv e r c o r eS e t t i n g s xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
3 <se rverExterna lAddres s value=" i p t v s e r v e r . s e rveht tp . com"/>
4 <con f i gF i l e sPa th value="C:n IPTVFilesn c on f i g n"/>
5 <xmlFi lesPath value="C:n IPTVFilesnxmln"/>
6 <c l i e n tPo r t value="2323"/>
7 <s s l c l i e n t P o r t value="2322"/>
8 <s s lpas sword value=" j f f r 3 5 5 9 "/>
9 <guiPort value="2324"/>
10 <databasePort value="3306"/>
11 <databaseName value=" iptvdatabase "/>
12 <databaseAddress value=" l o c a l h o s t "/>
13 <databaseUser value=" j o a o f f r "/>
14 <databasePass value=" j f f r 3 5 5 9 "/>
15 <rspDelay value="0"/>
16 <userSessionTimeOut value="5000"/>
17 <tooManyAttemptsLockTime value="5000"/>
18 <remoteObjUser value=" root "/>
19 <remoteObjPass value="admin"/>
20 </ Se rv e r c o r eS e t t i n g s>
A ferramenta de gest~ao remota permite, utilizando uma interface graca intuitiva e
simples, alterar todas as congurac~oes correntes de cada modulo do servidor, iniciar, parar
ou reiniciar um modulo especco. Para alem disso, permite monitorizar n~ao so os eventos
ocorridos nos modulos mas tambem os recursos disponveis/utilizados no sistema computa-
cional onde cada modulo esta a ser executado, entre outras funcionalidades. Aquando a
acc~ao de \salvar" determinadas congurac~oes de um qualquer modulo, estas s~ao reescritas
no respectivo cheiro de congurac~ao sendo que a sua aplicac~ao efectiva no respectivo
modulo so acontece depois deste ser reiniciado.
A aplicac~ao de gest~ao remota foi construda orientada segundo uma metodologia de
programac~ao Desktop, e pode ser utilizada em qualquer sistema computacional que suporte
a maquina virtual de Java. E possvel o controle de um so modulo em particular ou de
todos simultaneamente, sendo tambem possvel que este controlo seja efectuado atraves
um numero virtualmente innito de insta^ncias da ferramenta de gest~ao executadas no
mesmo computador ou em varios. Isto deve-se a poltica multi-utilizador implementada.
A monitorizac~ao de eventos ocorridos nos modulos acontece em tempo real e a alterac~ao
das congurac~oes presentes so podera ser levada a cabo depois de guardadas atraves de
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uma acc~ao especca na interface. A gura 3.5 mostra a interface principal da ferramenta
de gest~ao sem estar ligada a qualquer modulo, onde e possvel seleccionar o(s) modulo(s) a
gerir. Esta imagem foi capturadas durante a execuc~ao da ferramenta em ambienteWindows
7 build 7100.
Figura 3.5: Interface principal da ferramenta de gest~ao do servidor.
Para alem dos modulos atras mencionados e das APIs cliente (secc~ao 5 e de acesso
a base de dados (secc~ao 4.5), foram ainda construdas algumas APIs com pequenas fun-
cionalidades, que reduzem a redunda^ncia e facilitam a reutilizac~ao de codigo produzido.
Tarefas como o envio de e-mails, parsing e construc~ao de mensagens XML ou a modelac~ao
de objectos auxiliares, s~ao alguns exemplos de funcionalidades do sistema implementadas
atraves destas pequenas APIs.
3.4 Modelo de Comunicac~ao
Neste captulo sera apresentado e discutido o protocolo de comunicac~ao XML sobre
HTTP/HTTPS desenvolvido. Foram criados diversos formatos de mensagens XML com
uma estrutura constante bem denida, que permitem a comunicac~ao cliente{servidor. Na
tabela 3.1 e possvel encontrar a lista das mensagens implementadas e qual a sua func~ao.
A especicac~ao pormenorizada dessas mesmas mensagens encontra-se no anexo B.
Os principais motivos da adopc~ao de uma comunicac~ao baseada em XML sobre HTTP
(ou HTTPS) foram:
 O formato XML e actualmente padr~ao na comunicac~ao e persiste^ncia de dados nos
mais variados sistemas;
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 Por si so, o XML estabelece uma relac~ao hierarquica complexa entre os dados, o que
permite uma excelente organizac~ao;
 Tanto no HTTP como no XML a informac~ao e codicada em texto o que facilita a
sua compreens~ao e detecc~ao de possveis erros;
 O XML suporta validac~ao sintatica e sema^ntica (atraves da linguagem XSD, por
exemplo), permitindo a denic~ao de regras de validac~ao;
 Existe actualmente um enorme conjunto de bibliotecas para manipulac~ao de conteudos
XML em quase todas as linguagens de programac~ao;
 O protocolo HTTP esta fortemente implementado e qualquer ferramenta pode utiliza-
lo;
 O XML em conjunto com o HTTP permite a facil construc~ao de clientes utilizando
multiplas abordagens (Desktop, Web, Mobile, etc.);
 O HTTP garante a entrega e correcc~ao dos dados que transporta, podendo ainda ser
utilizada encriptac~ao Secure Sockets Layer (SSL) ou Transport Layer Security (TLS)
(HTTPS);
 Criac~ao de um nvel de abstracc~ao entre os pormenores das implementac~oes das
entidades que desejam comunicar.
No contexto das Tecnologias de Informac~ao, seguranca entende-se basicamente como
quatro propriedades da informac~ao: integridade, disponibilidade, autenticidade e con-
dencialidade. N~ao era um dos objectivos deste trabalho a implementac~ao de polticas de
seguranca na comunicac~ao cliente-servidor. Mesmo assim, foi implementado um mecanismo
basico de criac~ao, validac~ao e incio de sess~ao de utilizadores baseados nas credenciais user
name e password (guardada no servidor encriptada atraves do algoritmo Message-Digest
algorithm 5 (MD5)).
E de notar que cada conta criada pelos utilizadores tera de ser validada antes da sua
primeira utilizac~ao. Para isso, o servidor IPTV procede ao envio de um e-mail para o
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utilizador que se acabou de registar com o seu username e password actual codicada em
MD5. O cliente IPTV tera de fornecer um interface ao utilizador onde este possa colocar o
seu username e passwords antiga, nova e conrmac~ao da nova de modo a activar a conta.
Quando a conta estiver activa, o servidor noticara novamente o utilizador, informando
agora este novo estado da sua conta no sistema.
Consta tambem da implementac~ao a atribuic~ao de um identicador unico a cada sess~ao
do utilizador e a possibilidade de comunicac~ao atraves de uma ligac~ao segura HTTPS, que
exige a partilha do certicado de acesso. Assim sendo, pode-se admitir a existe^ncia de um
nvel basico de autenticidade e condencialidade. A integridade dos dados e garantida pelo
proprio servidor IPTV mas a disponibilidade deste n~ao esta assegurada, podendo ser posta
em causa por ataques Denial-of-Service attack (DoS), por exemplo.
A primeira vista, o sistema parece n~ao requerer especiais mecanismos de seguranca,
mas se atentarmos nos dados e servicos que este pode conter e fornecer, o caso pode
mudar de gura. N~ao so o servidor podera possibilitar o acesso a servicos pagos, o que
por si so exige uma forte componente de seguranca, mas tambem podera conter dados
privados sensveis. Tendo em conta que o servidor foi projectado para guardar e aprender
o perl do utilizador e que isso implica guardar, de alguma forma, o historico dos conteudos
multimedia visualizados, o acesso de forma indevida por parte de terceiros a esta informac~ao
podera representar uma importante invas~ao da privacidade.
Tal como ja foi mencionado, a comunicac~ao cliente{servidor pode ser efectuada segundo
duas polticas: sem encriptac~ao dos dados { HTTP { e com encriptac~ao dos dados {
HTTPS. Em ambas as situac~oes a sintaxe e sema^ntica das mensagens XML trocadas e
exactamente a mesma. O servidor esta preparado para funcionar em ambos os modelos,
podendo atender pedidos em paralelo do mesmo ou de diferentes clientes, utilizando tanto
HTTP como HTTPS. Ao responder a uma mensagem, o servidor usa o mesmo protocolo
que foi utilizado no envio do pedido que despoletou a resposta.
O servico de atendimento HTTP e conceptualmente independente do servico de atendi-
mento HTTPS, funcionando em portos diferentes e conguraveis. Ambos s~ao parte inte-
grante do modulo IPTV Server Core (secc~ao 4.2). De uma forma simplicada, para esta-
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belecer uma comunicac~ao HTTPS, tera de se denir previamente o certicado a utilizar e
partilha-lo com os clientes IPTV que desejam comunicar por esta via. Tanto num como
no outro protocolo, e garantida a entrega e correcc~ao das mensagens no seu destinatario,
dado ambos funcionarem sobre TCP/IP.
No captulo 5 e possvel encontrar a especicac~ao geral da API cliente construda e
alguns exemplos da sua utilizac~ao. Esta API em Java permite a comunicac~ao HTTP
e/ou HTTPS com o servidor com recurso ao mesmo modelo de programac~ao utilizado
no servidor. E criada assim uma abstracc~ao de alto nvel entre o cliente e o servidor
IPTV, permitindo desconhecer pormenores de implementac~ao do modelo de comunicac~ao
e utilizando evocac~oes simples para realizar tarefas complexas. A gura 3.6 enquadra a
utilizac~ao desta API num cliente IPTV.
Java Virtual Machine
Client API Others...
IPTV Client
Figura 3.6: Enquadramento geral da API de comunicac~ao com o servidor num cliente
IPTV.
3.5 Modelo de Classicac~ao
Decorrente da analise do problema apresentado pela aprendizagem dina^mica do perl
do utilizador com vista a futura sugest~ao automatica e inteligente de conteudos, o desao
remete-nos para a seguinte quest~ao: Como representar e guardar o conhecimento relativo
aos conteudos multimedia e ao perl do utilizador em termos dos seus gostos/prefere^ncias
multimedia, sendo que este conhecimento deve evoluir de forma cumulativa com a utilizac~ao
do sistema? A resposta encontrada para esta quest~ao foi baseada no que acontece em muitas
outras areas como e o caso da qumica. Se efectuarmos uma analise da materia que nos
rodeia, do ponto de vista qumico, e possvel descrever qualquer composto atraves de uma
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formula qumica que articula valores reais e elementos basicos numa organizac~ao especca,
elementos os quais podemos encontrar na Tabela Periodica dos Elementos que e nita e esta
bem denida e organizada. De uma forma simplista, construdo um novo composto a base
dos compostos basicos, e possvel utilizar este novo composto mais especco e complexo
para construir novos compostos ainda mais complexos e renados.
Do mesmo modo, segundo o ponto de vista aqui apresentado, e possvel descrever os
gostos do utilizador com recurso a um conjunto nito de areas de interesse adequado,
denido a priori, cujos elementos mante^m relac~oes de generalizac~ao (heranca) entre si. E
assim utilizado o princpio de que com um numero nito de elementos base e possvel criar
uma innidade de congurac~oes (novos elementos diferentes dos que lhe deram origem e
mais complexos), se for possvel conjuga-los e variar pelo menos um para^metro que os pese
de uma forma teoricamente innita.
Um outro exemplo da utilizac~ao generalizada desta abordagem e o sistema de cores
Red, Green and Blue color model (RGB). Com este e possvel representar todas as cores
visveis ao olho humano pela adic~ao ponderada das componentes Red, Green e Blue.
As relac~oes de generalizac~ao estabelecidas entre as areas de interesse permite ao sistema
sugerir conteudos de uma forma inteligente, mesmo quando o sistema ainda n~ao possui
muito conhecimento sobre as prefere^ncias do utilizador. Caso a arvore/grafo de areas de
interesse esteja bem construdo e organizado, possuindo um numero suciente de relac~oes
entre as varias areas e sub{areas consideradas, e possvel conferir ao sistema a capacidade
de relacionar areas de interesse distintas que mantenham relac~oes entre si.
Do ponto de vista efectivo, esta caracterstica permite que o sistema classique o uti-
lizador tendo em conta n~ao so cada area de interesse especca mas tambem aquela ou
aquelas que directamente lhe deram origem bem como aquela ou aquelas que possuam a
anterior como area \pai". Considere-se o exemplo hipotetico de que o utilizador U demon-
strou gostar da area 0:1:3 { \Futebol". O sistema, ao saber esta pequena informac~ao,
pode concluir a priori que o utilizador gosta de todas as sub-areas dos seguintes nveis
que tenham como area pai \Futebol", sendo estas por exemplo 0:1:3:0 { \Futsal", 0:1:3:1 {
\Futebol Americano", 0:1:3:2 { \Futebol de Praia" e 0:1:3:3 { \Rugby". Para alem disso, o
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sistema pode considerar ainda que a area \pai de \Futebol" tambem devera ser consid-
erada como interessante para o utilizador. Neste caso seria a area 0:1 { \Desporto". E de
notar que para relac~oes mais complexas devera ter-se em conta algoritmos que estabelecam
criterios ponderados na classicac~ao e sugest~ao.
Para alem das areas de interesse denidas inicialmente, o sistema possibilita a con-
struc~ao dina^mica de novas areas de interesse com base nas anteriores. Para isso, s~ao
articuladas multiplas areas de interesse \base" ponderadas atraves de valores reais no in-
tervalo [0.0, 1.0] (que signica [0%, 100%]), denindo assim novos elementos classicativos
que podem, por sua vez, servir de \base" a elementos futuramente criados.
Todos estes elementos classicativos podem ser utilizados, de forma dina^mica, tanto
para descrever as prefere^ncias do utilizador como para classicar os conteudos multimedia
presentes no sistema. Cada utilizador, conteudo multimedia, provedor de conteudos,
\grupo virtual de amigos" e outros, s~ao representado por um tuplo (ponto proprio) majo-
rado e minorado atraves de um conjunto de variaveis. Todos estes para^metros que identi-
cam cada entidade classicada no universo considerado s~ao ajustaveis.
O ajuste e anac~ao dos para^metros numericos que denem o perl do utilizador e
fundamental para o correcto funcionamento dos algoritmos de sugest~ao. Estes ajustes
podem ser conseguidos de varias formas, sendo que o metodo pensado faz uso de uma
rede neuronal, cujos pesos s~ao os valores anteriormente descritos, e cujos os ajustes se
processam quando esta mesma rede evolui gradualmente, aprimorando a denic~ao do perl
do utilizador.
Excepto a area mais global denominada de \raz" (todo o universo considerado), cada
area de interesse tem, obrigatoriamente, pelo menos uma area considerada mais abrangente
(area \pai"). Pode-se ent~ao considerar que as areas de interesse est~ao organizadas de uma
forma hierarquica com base em relac~oes de generalizac~ao, que, do ponto de vista mais
simples, s~ao relac~oes de heranca simples representadas em arvore. De forma natural e
possvel ter tambem relac~oes de heranca multipla (grafo orientado), onde uma mesma area
\lha" podera possuir multiplas areas \pais". A gura 3.7 mostra um exemplo esquematico
de generalizac~ao simples (esquema a esquerda) e de generalizac~ao multipla (esquema a
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direita).
Music (0.0.0) Cinema (0.0.1)
Art (0.0)
Root (0)
Music (0.0.0) Cinema (0.0.1)
Art (0.0)
Root (0)
Musical Movie ( 0.0.[0_1].0 ) Animated (0.0.1.1)
Figura 3.7: Exemplo graco de heranca simples e heranca multipla, respectivamente.
Esta abordagem n~ao e mais que uma sugest~ao de modelac~ao do problema utilizando
uma estrategia multidimensional (multi-variavel) de ordem generica n. Pretende-se denir
um ponto de dimens~ao n (ponto proprio) especco para cada entidade a classicar, e
com essa localizac~ao e mais alguma informac~ao dada por variaveis dina^micas extra, denir
uma \nuvem" probabilstica em seu redor. Considerando a \nuvem" assim denida para
um qualquer utilizador, a probabilidade do mesmo estar interessado num conteudo cuja
\nuvem" intersecte a sua, depende do grau de intersecc~ao. Este grau deve ser grande o
suciente para que o conteudo em quest~ao seja sugerido ao utilizador com grande proba-
bilidade de sucesso.
O metodo classicativo utilizado na construc~ao do perl do utilizador e o mesmo uti-
lizado para classicar os conteudos, autores e provedores de conteudos ou grupo de uti-
lizadores, estabelecendo no sistema uma matriz composta por tuplos que classicam es-
pecicamente cada entidade relativamente as suas areas de interesse multimedia.
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Do ponto de vista matematico, temos um conjunto de areas de interesse, organizadas
segundo relac~oes de generalizac~ao que reectem a realidade \social", e que s~ao identicadas
inequivocamente por variaveis com a sintaxe ai; i 2 N0+ ^ 0:0  a  1:0. Cada utilizador
pode ser assim identicado pelo tuplo (a0; a1; a2; :::; an 1) 2 Rn : 0:0  a  1:0 denindo
assim um ponto num espaco unitario positivo a n dimens~oes. Se considerarmos tambem
dois diferentes tuplos de igual cardinalidade n, um dos quais serve para identicar um
limite superior aditivo e outro um limite inferior subtractivo de ai, ambos nunca inferiores
a 0:0 (0%) nem superiores a 1:0 (100%), denimos assim limites superior e inferior para
cada variavel associada a uma area de interesse. Estes limites bem como o \ponto proprio"
s~ao ajustadas dinamicamente segundo um metodo especco, reectindo a classicac~ao da
entidade, dependendo do elemento que se esta a classicar.
Visto estar a ser considerado uma abordagem multidimensional de ordem n, n~ao e
possvel proceder a sua representac~ao graca de uma forma natural se n > 3, o que
facilmente se verica. Assim sendo, foi encontrada uma forma de representar graca-
mente as variaveis classicativas das areas de interesse de cada entidade utilizando so-
mente 2 dimens~oes. Na gura 3.8 esta representado de forma exemplicativa o tuplo
(0:150; 0:750; 0:460; 0:375; 0:916; 0:708) referente ao \ponto proprio" de um utilizador e
tambem os seus valores limite recorrendo a representac~ao encontrada. E de notar que
este tipo de grasmo pode representar areas de interesse de diferentes nveis hierarquicos,
mas e claramente mais ilustrativo e util se representar um so nvel hierarquico simultanea-
mente. A este tipo de representac~ao foi chamado de \Pegada de Classicac~ao Multimedia"
(Multimedia Classication Footprint).
Na gura 3.8 as etiquetas \0.1", \0.2", \0.3" e assim sucessivamente, identicam as
areas de interesse multimedia, utilizando como identicador a sua composic~ao hierarquia,
fazendo uso actualmente de uma estrutura em arvore. Assim sendo, cada dgito separado
por ponto (\.") corresponde a um elemento especco do nvel indicado pela sua posic~ao
lida da esquerda para a direita, ao estilo dos identicadores das Management Information
Bases (MIBs) utilizadas pelo protocolo Simple Network Management Protocol (SNMP). E
de notar que o primeiro elemento e sempre \0" (zero), que corresponde a raz da estrutura
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0,375
0,460
0,708
0.1
0.2
0.30.4
0.5
0.6
0,750
0,150
0,916
Limite Máximo
Valores Próprios
Limite Mínimo
Figura 3.8: Exemplo da representac~ao graca do perl multimedia de um utilizador num
instante especco, incluindo limites mnimos e maximos.
de dados. Mais formalmente, para identicar um elemento c generico pertencente, por ex-
emplo, ao nvel 3 da arvore de areas de interesse, ter-se-ia a seque^ncia 0:a:b:c, que indicaria
que o elemento c possui uma relac~ao de heranca directa com o elemento b pertence ao nvel
2 e uma relac~ao de heranca indirecta com o elemento a pertence ao nvel 1. Um exemplo
desta representac~ao pode ser visto na gura 3.7 (esquema a esquerda).
Por outro lado, caso se tenha heranca multipla, a sintaxe do identicador varia um
pouco. Considerando que o elemento c herda de a e de b simultaneamente enquanto que a
e b herdam somente da raz, o identicador padr~ao de c seria 0:[a b]:c. Um exemplo desta
representac~ao pode ser visto na gura 3.7 (esquema a direita).
Para alem da classicac~ao e aprendizagem do perl do utilizador tendo em conta a sua
experie^ncia de utilizac~ao no sistema, e ainda possvel utilizar mecanismos de correlac~ao dos
pers de multiplos utilizadores. Deste modo e possvel sugerir conteudos a um utilizador
com base nos conteudos vistos por outros utilizadores com pers semelhantes, que ir~ao
inuenciar a aprendizagem dina^mica do perl do utilizador caso este imita feedbacks rela-
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tivos aos conteudos. Parte-se assim do pressuposto que existe uma grande probabilidade
de um utilizador gostar de um conteudo que outro utilizador ja assistiu e gostou se ambos
possurem pers \minimamente" coincidentes.
De uma forma muito supercial, a descoberta de pers semelhantes entre utilizadores
pode ser conseguida atraves de tecnicas de data mining, mais especicamente, atraves de
clustering. Para isso, pode ser usado como criterio a dista^ncia Euclidiana entre os pontos
proprios de cada utilizador, denidos pelos pesos de ponderac~ao das areas de interesse.
Dista^ncias abaixo de um determinado limiar indicam pers \minimamente" semelhantes e
logo podem partilhar sugest~oes de conteudos multimedia.
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Nome da mensagem Direcc~ao Descric~ao da func~ao
User Authentication cliente ->servidor Permite que um utilizador se auten-
tique e inicie uma sess~ao no servidor
IPTV
User Deauthentication cliente ->servidor Permite que um utilizador termine a
sua sess~ao de forma regular no servidor
IPTV
New User cliente ->servidor Permite que sejam adicionados novos
utilizadores ao sistema de uma forma
interactiva
New User Validation cliente ->servidor Permite que um utilizador previamente
registado efectue a validac~ao e ac-
tivac~ao da sua nova conta
New Link Request cliente ->servidor Permite que um cliente IPTV peca
o proximo link para um conteudo
sugerido ao utilizador autenticado no
cliente IPTV
New Link Response servidor ->cliente Esta mensagem e a resposta enviada
pelo servidor IPTV aquando a re-
cepc~ao de uma mensagem New Link
Request caso toda a operac~ao ocorra
com sucesso
Link List Request cliente ->servidor Possibilita que um cliente IPTV peca
uma lista de um ou mais links para
conteudos, segundo varios criterios de
procura e selecc~ao
Link List Response servidor ->cliente Possibilita que o servidor IPTV re-
sponda a uma mensagem do tipo Link
List Request previamente enviada por
um cliente IPTV
Link Feedback Request cliente ->servidor Permite que um cliente IPTV envie
um feedback relativo a um conteudo es-
pecco para o servidor IPTV
Command Request cliente ->servidor Permite que um cliente IPTV envie um
pedido de comando ou operac~ao que
n~ao exija a autenticac~ao de um uti-
lizador para ser executada
Command Response servidor ->cliente Permite ao servidor IPTV responder
aos mais variados pedidos de uma
forma padr~ao bem como informar
situac~oes de erro
Tabela 3.1: Tabela dos diferentes tipos de mensagens implementadas
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A Arquitectura do Servidor: Analise
Modular
4.1 Introduc~ao
No captulo 3 foi referida, de uma forma geral, a arquitectura do servidor IPTV im-
plementado. Aqui ser~ao apresentados, discutidos e analisados de forma mais profunda,
cada modulo (ou sub-sistema) que comp~oe a arquitectura do sistema. Nos anexos a este
documento e possvel encontrar alguma informac~ao mais pormenorizada a cerca de topicos
mais especcos, como por exemplo a especicac~ao das mensagens XML criadas.
E de notar que para uma compreens~ao mais profunda do ponto de vista tecnico e
especco relativo a logica de programac~ao utilizada, e favor consultar a documentac~ao
do codigo Java (Javadoc) fornecida com o mesmo (ver directoria referente ao codigo do
servidor).
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4.2 IPTV Server Core
Neste captulo sera apresentado o modulo que efectua a comunicac~ao cliente{servidor,
modulo este denominado de IPTV Server Core.
Este modulo possui func~oes nucleares no que diz respeito ao correcto funcionamento do
sistema, visto ser ele que efectua a comunicac~ao entre o servidor e os possveis multiplos
clientes IPTV.
Este modulo foi o primeiro a ser desenhado e implementado, seguindo uma poltica de
comunicac~ao tpica de um sistema cliente{servidor, em que o servidor e passivo na medida
em que sera sempre o cliente a tomar a iniciativa no envio de pedidos, sendo estes sobre a
forma de mensagens XML.
Cada pedido de uma operac~ao ou comando enviado por um qualquer cliente da origem
a uma, so uma e necessariamente uma resposta por parte do servidor. Temos assim um
sistema que, no caso do seu correcto funcionamento, nunca deixa de responder a uma
mensagem recebida (mesmo que esta n~ao faca sentido) mas tambem n~ao envia mais que
uma mensagem em resposta a um pedido unico efectuado.
E possvel ter mais que uma insta^ncia deste modulo em funcionamento simulta^neo,
desde que essas mesmas insta^ncias sejam conguradas para funcionar em portos TCP
disjuntos.
Todos os para^metros passveis de serem congurados dinamicamente (sem edic~ao do
codigo fonte Java) encontram-se num cheiro XML. Este cheiro efectua a persiste^ncia
das congurac~oes deste modulo e pode ser editado manualmente ou ent~ao com recurso a
utilizac~ao da ferramenta de gest~ao e monitorizac~ao do sistema (secc~ao 4.6). Segue-se um
exemplo desse mesmo cheiro de congurac~ao.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 <Se rv e r c o r eS e t t i n g s xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
3 <se rverExterna lAddres s value=" i p t v s e r v e r . s e rveht tp . com"/>
4 <con f i gF i l e sPa th value="C:n IPTVFilesn c on f i g n"/>
5 <xmlFi lesPath value="C:n IPTVFilesnxmln"/>
6 <c l i e n tPo r t value="2323"/>
7 <s s l c l i e n t P o r t value="2322"/>
8 <s s lpas sword value=" j f f r 3 5 5 9 "/>
9 <guiPort value="2324"/>
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10 <databasePort value="3306"/>
11 <databaseName value=" iptvdatabase "/>
12 <databaseAddress value=" l o c a l h o s t "/>
13 <databaseUser value=" j o a o f f r "/>
14 <databasePass value=" j f f r 3 5 5 9 "/>
15 <rspDelay value="0"/>
16 <userSessionTimeOut value="5000"/>
17 <tooManyAttemptsLockTime value="5000"/>
18 <remoteObjUser value=" root "/>
19 <remoteObjPass value="admin"/>
20 </ Se rv e r c o r eS e t t i n g s>
E de notar que as tags XML utilizadas no cheiro de congurac~ao s~ao auto{explicativas
no que toca a sua sema^ntica. Qualquer quest~ao relativa as mesmas, e favor consultar a
documentac~ao Javadoc deste modulo presente na directoria do codigo Java do servidor
IPTV.
Tal como ja foi referido (secc~ao 2.4), foi escolhida como linguagem de programac~ao do
servidor a linguagem Java da Sun devido a sua robustez, exibilidade, abilidade e tambem
por ser uma das linguagem de programac~ao mais populares e usadas em inumeros campos
da computac~ao, trazendo isso enormes vantagens. Outras linguagem de programac~ao foram
consideradas (secc~ao 2.4), tendo sido preferido o uso de Java em detrimento destas devido
tambem a experie^ncia em Java do autor desta Dissertac~ao de Mestrado.
Gracas ao mecanismo de logging implementado que informa ao gestor do sistema todos
os eventos que sucedem no servidor, sejam estes eventos normais ou eventos anormais de
baixa, media ou alta gravidade, e possvel saber o que se passa ou passou no servidor a
nvel interno em qualquer momento. A ferramenta de gest~ao e monitorizac~ao do sistema
(secc~ao 4.6) faz uso deste mecanismo para informar remotamente e em tempo real sobre os
eventos que sucedem no servidor. As informac~oes de cada evento antes de serem descartadas
passam por um buer de registo de eventos que permite recuperar alguns eventos ocorridos
anteriormente.
Devido a sua arquitectura concorrente, o sistema tenta sempre recuperar de um erro
ou \morte" de um dos seus threads prestadores de servico, lancando outro para o seu
lugar. Deste modo, os threads que efectuam servicos de comunicac~ao ou execuc~ao de
tarefas crticas nunca executam eles proprios os servicos, lancando outros threads que os
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prestam. Isto permite n~ao so a concorre^ncia na execuc~ao de tarefas mas tambem uma
maior imunidade e facilidade na recuperac~ao de falhas.
A abordagem utilizada na criac~ao do servidor IPTV pressup~oe que o software cliente
n~ao necessite de saber qualquer congurac~ao ou dados especcos do sistema a priori, para
alem do conhecimento do protocolo de comunicac~ao utilizado, isto se o mesmo n~ao zer
uso da API de comunicac~ao desenvolvida.
Esta caracterstica e conseguida gracas ao facto de qualquer congurac~ao poder ser
enviada ao cliente IPTV atraves de uma mensagem Command Response, despoletada por
uma mensagem Command Request (ver anexo B) especca. Este mecanismo tem como
objectivo controlar e padronizar as congurac~oes e dados presentes nos multiplos (tipos
de) clientes IPTV, visto este sistema pretender abarcar o maior numero de servicos e
tecnologias possvel.
O modulo aqui referido contempla tambem o envio de mensagens electronicas (e-mails)
para os seus utilizadores em diversas situac~oes. Esta funcionalidade e possvel gracas a
utilizac~ao da API JavaMail 1.4.2 que implementa um cliente de e-mail em Java.
Algumas das situac~oes passveis de serem contempladas com o envio de e-mails para
os utilizadores s~ao:
 Criac~ao de uma nova conta de utilizador no sistema (conta ainda por validar);
 Feedback enviado relativo ao acto de validac~ao com sucesso da nova conta (conta
validada);
 Recuperac~ao de password ou user name (actualmente ainda n~ao implementado);
 Excesso de tentativas de login falhadas. Para alem do utilizador ter de esperar
um tempo determinado ate poder tentar novamente o login no sistema, este sera
noticado do ocorrido;
 Envio de felicitac~oes no dia de aniversario de cada utilizador (actualmente ainda n~ao
implementado);
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 Demasiado tempo sem aceder ao sistema (actualmente ainda n~ao implementado);
 Broadcast de informac~oes/notcias gerais sobre o sistema enviadas para um grupo
de utilizadores. Possibilidade de criac~ao de mailing lists segundo diferentes criterios
relativos as caractersticas dos utilizadores;
 Possibilidade do utilizador enviar e-mails a partir do sistema para o gestor do mesmo
com sugest~oes, crticas, duvidas ou problemas relativas a sua utilizac~ao.
E de notar que sempre que o sistema procede ao envio de um qualquer e-mail para
um ou mais utilizadores, este ca registado na conta de e-mail do sistema para futura
vericac~ao.
Todas as mensagens descritas no anexo B foram implementadas e encontram-se op-
eracionais. Do mesmo modo, a API de comunicac~ao desenvolvida faz uso de todas estas
mensagens segundo a sintaxe descrita no anexo anteriormente referido.
E de notar que para optimizar o funcionamento do modulo IPTV Server Core, poder-
se-a desactivar as vericac~oes sintaticas das mensagens XML contra os esquemas XSD
respectivos descritos no anexo B. Isto levaria a que o sistema cone a priori nos dados
presentes nas mensagens, efectuando o parsing das mesmas com base nestes. Caso uma
qualquer mensagem possua um conteudo inconsistente, o sistema n~ao ira detectar a incon-
siste^ncia aquando a recepc~ao da mensagem mas sim quando tentar efectuar o seu parsing
tendo em conta o seu conteudo, devolvendo o respectivo erro.
Esta alterac~ao tornaria o sistema menos imune a erros e logo menos robusto e exvel,
tendo como vantagem um tempo de processamento de cada pedido ligeiramente mais re-
duzido.
Para alem das vericac~oes ao nvel da estrutura e sema^ntica XML, e efectuada uma
validac~ao sintatica e sema^ntica de alguns dos dados presentes nas mensagens depois de
feito o seu parsing XML. Assim sendo, a m de evitar a gerac~ao desnecessaria de er-
ros relacionados com tipos de dados incorrectos, enderecos web ou e-mail com caracteres
invalidos/sintaxe n~ao permitida, entre outros, o cliente IPTV deve efectuar a vericac~ao
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dos dados a enviar antes destes serem efectivamente enviados para o servidor, sob pena de
receber uma mensagem de resposta a reportar erros detectados.
Descrevendo o comportamento geral deste modulo face a cada pedido implementado,
te^m-se que:
User Authentication A autenticac~ao e efectuada por comparac~ao das credenciais denidas
aquando a validac~ao da conta com as fornecidas na tentativa de login. Estas te^m de
coincidir de forma exacta. Caso o utilizador falhe a autenticac~ao tre^s vezes ou mais,
ca impossibilitado de aceder ao sistema durante um curto perodo de tempo e e
noticado via e-mail do ocorrido;
User Deauthentication O fecho da sess~ao no sistema podera ser manual ou automatico,
dependendo se e o utilizador o efectuar voluntariamente ou se e o proprio sistema
a despoleta-lo. Caso o utilizador efectue login no servidor em outro sistema com-
putacional, a anterior sess~ao e encerrada e a nova e iniciada. Caso a sess~ao esteja
inactiva durante um longo perodo de tempo, este modulo efectua tambem o fecho
automatico da sess~ao para permitir a libertac~ao dos recursos alocados;
New User Esta tarefa permite criar um novo utilizador no sistema bem como iniciar
a construc~ao do seu perl de prefere^ncias multimedia. Caso as credenciais e/ou os
dados relativos ao perl ja existam no sistema, e devolvido uma resposta que indica
que a criac~ao do registo falhou e a descric~ao dos motivos. Um novo utilizador do
sistema necessita sempre de validar a sua nova conta. Para isso, o servidor envia um
e-mail para o utilizador com o user name criado e uma password que devera alterar
ou conrmar;
New User Validation Depois de criada uma nova conta no servidor, o utilizador tera
de a validar. Este requisito e executado por uma mensagem/tarefa do tipo New User
Validation. Logo apos a conta ser validada, e enviado um e-mail para o utilizador
respectivo a informar que este podera efectuar o seu primeiro login;
Session Keep Alive Request Do ponto de vista efectivo, esta mensagem somente leva
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o servidor a actualizar a data e hora da ultima actividade de determinado utilizador
no sistema, evitando temporariamente que o trigger que efectua periodicamente as
vericac~oes de session timeout faca logout automatico do utilizador;
New Link Request No que respeita a resposta enviada a uma mensagem New Link
Request, os links para os conteudos s~ao enviados ao utilizador por ordem decrescente
de data de sugest~ao, ou seja, do mais recentemente sugerido para o mais antigo.
Estas sugest~oes continuam presentes na respectiva tabela da BD ate ser recebido
pelo servidor algum feedback do utilizador respectivo sobre o conteudo assistido. O
cliente IPTV pode optar por enviar um feedback por defeito (contemplado pela BD)
mesmo que o utilizador n~ao seleccione o nvel de agrado relativo ao conteudo que
acabou de assistir. Deste modo evita-se que de futuro o conteudo respectivo seja
novamente sugerido a esse mesmo utilizador;
Link List Request Ao contrario de um pedido New Link Request, uma mensagem/tarefa
Link List Request permite obter uma lista de tamanho variavel de links para conteudos
e n~ao somente um link para um conteudo. Para alem disso, e possvel especcar
criterios de procura, criterios de ordenac~ao e qual a origem do conteudo em ter-
mos de organizac~ao interna do servidor, ou seja, se o conteudo pertence a lista de
conteudos sugeridos, vistos pelo utilizador respectivo ou se, por outro lado, pode ser
qualquer conteudo presente na BD;
Link Feedback Request Dado que o sistema pretende aprender dinamicamente o perl
do utilizador, este devera especcar sempre que possvel um feedback relativo ao
conteudo assistido. Esta tarefa actualiza a classicac~ao global do conteudo assim
como insere uma nova entrada no historico de feedbacks do utilizador respectivo,
para posterior tratamento pelo modulo User Prole Learning (secc~ao 4.4);
Command Request Uma tarefa realizada com recurso a este tipo de mensagem pode
ser de ndole muito variada, desde um comando de vericac~ao de disponibilidade do
servidor (Ping Request) ate a um pedido de uma congurac~ao especca ou execuc~ao
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de uma tarefa que n~ao necessite da autenticac~ao de qualquer utilizador no sistema;
Com a excepc~ao das evocac~oes especcas dos metodos respectivos, a execuc~ao de tarefas
relativas as mensagens recebidas segue sempre a mesma abordagem geral no que respeita a
seque^ncia nuclear de sub{tarefas a realizar. A gura 4.1 serve de exemplo demostrativo da
seque^ncia basica de sub{tarefas utilizadas no caso especico de mensagens/tarefas do tipo
User Authentication. Desde o momento em que uma tarefa e despoletada ate ao instante
em que e enviada a resposta ao respectivo cliente IPTV, um unico thread prestador de
servico assegura a integridade, a execuc~ao e a monitorizac~ao das sub{tarefas necessarias
(que tambem podem ser modeladas por outros threads).
User Client
API
IPTV Server
Core
Database
Access API
IPTV Client
Interface
IPTV
Database
User
2: Send User Login
[SendUserAuthentication(...)]
3: XML over HTTP Request
[userAuthentication(...)] 4: Search for User Accunt
Account.find(); 5: SQL Query
6: SQL Query Response
7: Search Result Set
8: Process Authentication
User
9: Change User
Authentication Status 10: SQL Query
11: SQL Query Response12: User Authentication
Status
13: XML over HTTP
Response14: Return Login Status
and User Data
1: User Login Request
15: User Login Status
Feedback
Figura 4.1: Diagrama de seque^ncia relativa ao modulo IPTV Server Core no caso de
execuc~ao de uma tarefa do tipo User Authentication.
E de notar que para todas as mensagens implementadas (ver anexo B), foi criado o
seu respectivo diagrama de seque^ncia das tarefas a executar no sistema, a semelhanca da
gura 4.1.
Para alem das mensagens/tarefas implementadas (anexo B), o sistema suporta de forma
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natural a implementac~ao futura de muitos outros tipos de mensagens com sema^ntica varia.
Algumas destas poder~ao ser:
 Envio de mensagens ou comentarios a conteudos entre utilizadores do sistema;
 Recuperac~ao das credenciais de acesso ao sistema referentes a um utilizador especico;
 Actualizac~ao dos dados e perl de um utilizador;
 Desactivac~ao da conta de um utilizador;
 Adic~ao (por parte de um utilizador) de um novo link para um conteudo;
 Criac~ao de um \grupo virtual de amigos";
 Adicionar/convidar um utilizador para um \grupo virtual de amigos";
 Requerer a entrada num \grupo virtual de amigos";
 Sugest~ao de um conteudo (por parte de um utilizador) a um outro utilizador perten-
cente a um dos seus \grupos virtual de amigos";
 Permitir a um utilizador ver os conteudos assistidos anteriormente (em modos n~ao
privados) de qualquer elemento do seu \grupo virtual de amigos";
 Permitir a um utilizador ver os conteudos que foram sugeridos (em modos n~ao pri-
vados) a qualquer elemento do seu \grupo virtual de amigos";
A criac~ao de novos \grupos virtuais de amigos" e completamente livre. Para isso, baste
que o utilizador use a opc~ao disponvel no cliente IPTV para criar um novo grupo virtual,
sendo que ca automaticamente associado a este como o seu administrador. Deste modo
e este utilizador o unico que pode alterar as suas denic~oes internas, aceitar um novo
elemento no grupo, remover um elemento do grupo ou ate eliminar o proprio grupo. Todos
os restantes elementos te^m iguais privilegios dentro do grupo.
Com a implementac~ao actual, o utilizador podera visualizar qualquer conteudo mul-
timedia no sistema, sendo que o link de acesso a este podera ser escondido do cliente. Tendo
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em vista futuras alterac~oes, e possvel restringir facilmente o acesso dos utilizadores/clientes
IPTV a certos conteudos, introduzindo algumas alterac~oes a BD e a sua respectiva reper-
cuss~ao no codigo Java do servidor. A gura A.1 exemplica essas possveis alterac~oes na
BD de modo a que um utilizador so tenha acesso a alguns conteudos com base em pacotes
de conteudos afectados. Esta restric~ao pode ser muito util e ate necessaria no caso de
conteudos e canais pagos ou de acesso restrito a determinados utilizadores.
Neste caso, um utilizador so poderia aceder a conteudos que estejam inseridos em pelo
menos um dos pacotes subscritos por esse mesmo utilizador (conteudo restrito). Caso um
conteudo n~ao esteja inserido em pelo menos um pacote, ent~ao este podera ser acedido por
qualquer utilizador presente no sistema (conteudo livre).
Este modulo e tambem responsavel pela criac~ao, lancamento e gest~ao da execuc~ao de
alguns triggers temporais relacionados com a interacc~ao utilizador{servidor. Actualmente
esses triggers s~ao:
Session Time Out Trigger Efectua o logout automatico do utilizador quando este per-
manece um tempo excessivo (conguravel) sem efectuar qualquer acc~ao no sistema.
Esta acc~ao permite n~ao so uma monitorizac~ao mais dedigna dos utilizadores activos
no sistema como tambem libertar recursos desnecessariamente alocados no mesmo;
Too Many Attempts Unlock Trigger Desbloqueio automatico temporizado da conta
dos utilizadores que efectuaram excessivas tentativas falhadas de login no sistema e
caram impossibilitados de aceder ao servidor durante um perodo de tempo (con-
guravel). Esta acc~ao tenta eliminar a possibilidade de descoberta das credenciais
dos utilizadores atraves de ataques por \forca bruta" (brute force) mas, por outro
lado, possibilita a criac~ao de condic~oes para ataques de \negac~ao de servico" (denial
of service). Numa fase posterior o bloqueio de utilizadores n~ao sera feito somente
tendo em conta as suas credenciais (user name e password) mas tambem utilizando
o endereco IP em conjugac~ao com o endereco fsico do dispositivo de acesso.
Para mais informac~oes tecnicas sobre o modelo de programac~ao utilizado neste modulo,
e favor consulta a documentac~ao Javadoc fornecida com o servidor.
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4.2.1 Arquitectura Geral do Funcionamento Interno
Esta secc~ao pretende dar uma ideia geral do funcionamento e arquitectura interna do
modulo IPTV Server Core. Para isso, recorreu-se a apresentac~ao de alguns dos diagramas
UML criados na fase de modelac~ao deste modulo funcional e que foram sofrendo algumas
pequenas alterac~oes ate ao momento em que se deu esta fase do desenvolvimento do servidor
por terminada. A gura 4.2 mostra o diagrama UML do encapsulamento interno dos
pacotes Java criados, bem como algumas das relac~oes de depende^ncia entre estes. Os
pacotes que se encontram fora do pacote com fundo cinza n~ao pertencem a este modulo,
sendo partilhados com todo o sistema.
iptvservercore
iptvlogger
services
configurations
clientserviceprovider controller dbconnection
guiconnectorhttp maillist triggers
sharedutilitiesdatabaseaccess mailsenderhypericsigar1.6.0
Figura 4.2: Diagrama de pacotes do modulo IPTV Server Core.
De modo a permitir um conhecimento mais pormenorizado sobre o funcionamento in-
terno deste modulo em particular, a gura 4.3 mostra o diagrama UML das classes Java
criadas, representando tambem algumas das associac~oes e depende^ncias entre estas.
E de notar que nos diagramas apresentados nesta secc~ao n~ao se encontram representados
todos os pacotes/classes deste modulo nem todas as depende^ncias entre estes. Somente os
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http
IPTVLogger
ClientServiceProvider
ServicesController
DBConnection
GUIServerRMI
HTTPClientNanoHTTPServer
<<Interface>>
HTTPServer
SendMails
triggers
SessionTimeOutTrigger
TooManyLoginAttemptsUnlockTrigger
IPTVServer
shared
EventRemoteObj
<<Interface>>
CoreServerRMIInterface
utilities
ConfigManager
hyperic
databaseaccess
HTTPResponse
Figura 4.3: Diagrama das classes principais do modulo IPTV Server Core e seus relaciona-
mentos.
aspectos mais importantes est~ao evidenciados.
4.3 Content Link Sources
Neste captulo sera apresentado o modulo Content Link Source.
Este modulo estabelece a ligac~ao entre o sistema implementado e os recursos multimedia
externos disponveis. De uma forma generica, este sub-sistema do servidor efectua n~ao so
a procura de novos conteudos multimedia mas tambem a gest~ao dos ja existentes na base
de dados. E de notar que em nenhuma situac~ao o sistema guarda os conteudos multimedia
propriamente ditos, sendo que a sua persiste^ncia n~ao depende do servidor implementado
e por isso a utilizac~ao do conceito de \link" quando se fala do acesso a um conteudo
multimedia.
Sendo ent~ao a metodologia deste servidor IPTV orientada a persiste^ncia de todas as
informac~oes do conteudo multimedia inclusive o seu link, signicando isto que o conteudo
podera se encontrar em qualquer sistema computacional sobre um qualquer protocolo de
transmiss~ao. O acesso correcto aos conteudos e da exclusiva responsabilidade do cliente
IPTV.
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Em complemento ao objectivo proposto relativo a utilizac~ao de RSS, foi ponderada a
utilizac~ao de um sistema totalmente automatico baseado numa web crawler que \varreria"
a Internet a procura de conteudos multimedia, indexando-os com uma ferramenta poderosa
como o Apache Lucene. Este tipo de procura automatica em profundidade torna-se pouco
controlavel e controlada quando o volume de dados aumenta, introduzindo de forma quase
indiscriminada \lixo" na base de dados de conteudos multimedia.
Dada essa grande desvantagem, optou-se pela utilizac~ao da tecnologia RSS por forma
que somente os provedores desejados fornecam conteudos multimedia ao sistema. Cria-se
assim a partida n~ao so uma pre-classicac~ao em termos de areas de interesse dos conteudos
(pois o provedor e/ou o RSS subscrito te^m geralmente uma area de interesse associada)
mas tambem um controlo do que o sistema disponibiliza.
Uma outra forma de procura e acesso aos dados relativos aos conteudos multimedia s~ao
as APIs de acesso dos provedores dos servicos. Estas podem ser disponibilizadas n~ao so por
certos provedores multimedia aos quais tambem e possvel interagir atraves de RSS (sendo
dada primazia ao acesso via API) mas fundamentalmente por provedores cujo o acesso ao
servico n~ao se encontra disponvel de forma natural ou gratuita na Internet e logo n~ao e
possvel o acesso via RSS, necessitando de processos de AAA.
Assim sendo, o acesso generico aos dados dos conteudos multimedia e feito via RSS e
o acesso especializado e conseguido atraves das APIs do respectivo provedor do conteudo.
Do ponto de vista automatico, este modulo e a unica entidade responsavel pela in-
troduc~ao de novos links para conteudos multimedia. Para alem do mecanismo automatico,
e ainda possvel introduzir novos links para conteudos atraves da adic~ao destes por parte
de utilizadores registados no sistema. Assim sendo, um utilizador tem a liberdade para
adicionar um novo link bem como as informac~oes subjacentes e tambem polticas basicas
de restric~ao de acesso (link publico ou privado). Do mesmo modo, e permitido aos uti-
lizadores removerem os links que adicionaram previamente, mantendo a integridade da
base de dados.
A base de dados preve^ a persiste^ncia de varios tipos de links para conteudos multimedia
no que respeita a sua freque^ncia de actualizac~ao. Conteudos estaticos (que n~ao sofrem
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actualizac~oes periodicas), conteudos com actualizac~oes periodicas ou ainda conteudos dis-
tribudos em \tempo real". Para fazer esta distinc~ao, a base de dados possui na tabela
ContentLink o campo RefreshRate que contem o valor  1 caso o conteudo seja estatico,
0 caso seja em real-time ou ent~ao um valor positivo em milisegundos referente a taxa de
actualizac~ao.
O suporte dos multiplos protocolos de comunicac~ao e streaming multimedia utilizados
na Internet (RTP, RTSP, MMS, etc.) bem como das codicac~oes dos mesmos (AVI, FLV,
H.264, MPEG, etc.) s~ao da exclusiva responsabilidade do cliente IPTV.
Este modulo funcional e internamente orientado a uma metodologia de programac~ao
concorrente no que respeita a execuc~ao das suas tarefas. E por esta raz~ao que possibilita
a busca paralela de conteudos em multiplos provedores.
Por defeito, o sistema executa simultaneamente somente uma insta^ncia deste modulo
que centraliza a captura e gest~ao de conteudos. N~ao obstante das vantagens do processa-
mento distribudo, e possvel a execuc~ao simulta^nea de multiplas insta^ncias deste modulo,
por forma a organizar e distribuir em rede a procura e actualizac~ao dos recursos.
A semelhanca dos restantes modulos funcionais, este tambem utiliza um cheiro XML
que permite a persiste^ncia das suas congurac~oes dina^micas. Segue-se um exemplo desse
mesmo cheiro de congurac~ao.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 <ContentLinkSourcesSett ings xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
3 <se rverExterna lAddres s value=" i p t v s e r v e r . s e rveht tp . com"/>
4 <con f i gF i l e sPa th value="C:n IPTVFilesn c on f i g n"/>
5 <xmlFi lesPath value="C:n IPTVFilesnxmln"/>
6 <guiPort value="2326"/>
7 <remoteObjUser value=" root "/>
8 <remoteObjPass value="admin"/>
9 <databasePort value="3306"/>
10 <databaseName value=" iptvdatabase "/>
11 <databaseAddress value=" l o c a l h o s t "/>
12 <databaseUser value=" j o a o f f r "/>
13 <databasePass value=" j f f r 3 5 5 9 "/>
14 </ContentLinkSourcesSett ings>
E de notar que as tags XML utilizadas no cheiro de congurac~ao s~ao auto{explicativas
no que toca a sua sema^ntica. Qualquer quest~ao relativa as mesmas, e favor consultar a
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documentac~ao Javadoc deste modulo que acompanha o codigo do servidor.
De modo a guardar as feeds RSS subscritas bem como paginas base que podem conter
links para feeds, foi utilizado um cheiro com uma sintaxe muito simples. Caso o link
diga respeito a uma feed RSS, e utilizado o elemento XML rssdirectlink. Caso contrario,
utiliza-se o elemento baselink. Ambos podem ser vistos no exemplo seguinte.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 ' ba s e l i nk '   l i n k to a web page that have l i n k s to RSS
4 ' r s s d i r e c t l i n k '   d i r e c t l i n k to l i n k to RSS feed
5 NOTE: use the &amp ; in s t ead o f j u s t & (XML syntax )
6   >
7 <r s s l i n k s xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
8 <ba s e l i nk value=" ht tp : //movies . yahoo . com/ r s s " i n t e r e s t a r e a="movies " d e s c r i p t i o n="Yahoo
Movies"/>
9 <ba s e l i nk value=" ht tp : //news . bbc . co . uk/2/ hi / help /3223484. stm" i n t e r e s t a r e a="BBC"
de s c r i p t i o n="BBC"/>
10 <r s s d i r e c t l i n k value=" ht tp : // v ideos . sapo . pt/ d iar ioeconomico / r s s "
i n t e r e s t a r e a="economy" d e s c r i p t i o n="Diar io Economico"/>
11 </ r s s l i n k s>
Para processar links indirectos, este modulo possui um mecanismo que procura numa
pagina HTML todos os links validos e tenta extrair deles uma feed RSS. Caso n~ao consiga,
descarta estes.
A biblioteca Java que se utiliza para servir de cliente RSS e o Java ROME v1.0 (Release
Mar/12/2009).
No que respeita ao parsing das feeds RSS, e utilizada a mesma biblioteca Java usada
no parsing dos dados em XML: JDOM XML parser.
Dado que o protocolo RSS e bastante exvel, para interpretar correctamente todas
as feeds dos diferentes provedores e necessario proceder a um estudo e analise previo do
conteudo destas, visto poder variar sensivelmente. Aquando a escrita deste documento,
este modulo funcional estava a utilizar os campos padr~ao do protocolo RSS como fonte de
dados para qualquer provedor de conteudos multimedia.
Relativamente ao acesso aos conteudos disponibilizados peloYoutube, foi utilizada a API
Java Youtube Data API disponibilizada pela Google. A utilizac~ao desta necessitou de um
estudo previo, sendo que todo o codigo que a comp~oe encontra-se muito bem documentado.
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Actualmente o sistema utiliza as categorias e subcategorias presentes no grafo de areas
de interesse armazenado na BD para procurar vdeos no Youtube. Depois de encontrar os
conteudos disponveis, o modulo Content Link Sources tira partido das relac~oes entre vdeos
estabelecidas pelo Youtube para indexar mais e mais conteudos, ramicando-se de uma
forma exponencial ate atingir o equilbrio. E de notar que o sistema n~ao adiciona multiplos
conteudos com o mesmo link, mesmo que possuam diferentes metadados associados. Se
assim ocorrer, os dados do conteudo s~ao actualizados de modo a reectir o mais recente.
Existe actualmente uma estrutura em arvore de areas de interesse bastante extensa.
Devido a sua dimens~ao, n~ao e possvel mostrar a mesma neste documento. Para a consultar,
vericar a directoria \InterestAreaTree" dentro da directoria do codigo fonte do servidor
IPTV.
Alguns servicos relacionados com conteudos multimedia (neste exemplo, so relacionados
com vdeos) que disponibilizam uma API podem ser encontrados na tabela . E de notar
que nesta tabela consta uma lista reduzida dos servicos mais conhecidos que disponibilizam
API de acesso, sendo que muitos mais est~ao disponveis e n~ao foram aqui mencionados. A
tabela foi baseada na informac~ao disponibilizada em
http://www.programmableweb.com/apis/directory/1?apicat=Video, a data da escrita desta
Dissertac~ao de Mestrado.
Com e possvel vericar pela analise da tabela 4.1, existe um grande numero de servicos
online que efectuam tarefas desde o fornecimento de conteudos ate a codicac~ao e transcod-
icac~ao on demand, passando pela disponibilizac~ao de legendas ou informac~oes sobre os
conteudos multimedia. Deste modo e possvel a utilizac~ao de alguns destes para criar um
conjunto de funcionalidades extra no o sistema IPTV.
4.3.1 Arquitectura Geral do Funcionamento Interno
Esta secc~ao pretende dar uma ideia geral do funcionamento e arquitectura interna
do modulo Content Link Sources. Para isso, recorreu-se a apresentac~ao de alguns dos
diagramas UML criados na fase de modelac~ao deste sub{sistema e que foram sofrendo
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Nome do servico Descric~ao
12seconds.tv 12-second videoblogging ;
Ankoder Servico de transcodicac~ao de vdeo;
AOL Video Procura de vdeos AOL;
Apideo Servico de streaming de vdeo;
Blinkx Servico de procura de vdeos;
Blip.tv Servico de upload e partilha de vdeos;
Brightcove Servico de publicac~ao de vdeos;
Encoding.com Servico de codicac~ao de vdeos;
wd Construc~ao de canais, partilha e procura de vdeos;
Filmcrave Base de dados de revis~oes de lmes e trailers;
Floobs Servico de Streaming de vdeos;
Hey Spread Servico de distribuic~ao e promoc~ao de vdeos;
HeyWatch Servico de codicac~ao de vdeo;
Howcast Servico de procura de vdeos \como fazer" determinadas
tarefas;
Internet Video Archive Trailers de lmes/jogos e vdeos musicais;
Joost Servico de televis~ao online;
Justin.tv Servico de Live video;
Kyte Servico de streaming interactivo de televis~ao;
Mefeedia Video feeds e comunidades de vdeos;
Mydeo Media Manager Servico de armazenamento e streaming de vdeo;
Netix Servico de aluguer digital de vdeos;
NY Times Movies Arquivo de revis~ao de vdeos e lmes do NYT;
Ooyala Plataforma compreensiva de vdeo;
Opensubtitles Servico de legendas para lmes;
Revver Servicos de partilha de vdeos;
SesameVault Servico de partilha de vdeo;
StreamAPI Servico de streaming de vdeo;
Stupeix Servico de criac~ao de vdeos;
Ustream.TV Servico de streaming de vdeos;
Veoh Televis~ao sobre a Internet, vdeos e plataforma social;
Viddler Servico de vdeos online;
VideoBloom Soluc~oes de distribuic~ao de vdeo end-to-end e publici-
dade;
VideoSurf Servico de procura de vdeos;
Viewdle Servico de reconhecimento facial em vdeo;
Vimeo Servico de partilha de vdeos;
Vodpod Servico de partilha e procura de vdeos;
Vuclip Video Partilha e procura de vdeos para dispositivos moveis;
vzaar Servico de armazenamento de vdeos;
Yahoo Video Search Servico de procura de vdeos;
YouTube Servico de partilha e procura de vdeos;
Tabela 4.1: Alguns servicos multimedia que disponibilizam API de acesso.
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algumas pequenas alterac~oes ate ao momento em que se deu esta fase do desenvolvimento
do servidor por terminada. A gura 4.4 mostra o diagrama UML do encapsulamento
interno dos pacotes Java criados, bem como algumas das relac~oes de depende^ncia entre
estes. Os pacotes que se encontram fora do pacote com fundo cinza n~ao pertencem a este
modulo, sendo partilhados com todo o sistema.
contentlinksources
utilitiesgdata rome1.0 databaseaccess shared
services
clslogger
contentlink
configurations
rssgoogle
triggersguiconnectordbconnectioncontroller
readerlinksourcehandleyoutube
Figura 4.4: Diagrama de pacotes do modulo Content Link Sources.
De modo a permitir um conhecimento mais pormenorizado sobre o funcionamento in-
terno deste modulo em particular, a gura 4.5 mostra o diagrama UML das classes Java
implementadas, representando tambem algumas das associac~oes e depende^ncias entre elas.
E de notar que nos diagramas apresentados nesta secc~ao n~ao se encontram representados
todos os pacotes/classes deste modulo nem todas as depende^ncias entre estes. Somente os
aspectos mais importantes est~ao evidenciados.
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ContentLinkSources
CLSLogger ConfigManager
shared
RemoteObj Event
rss
ContentLinkData
linksource
handle
RSSHandler
XMLFile2Links
<<Interface>>
ToLinks
TextFile2Links
LinkHtml2Links
reader
FeedReader
triggers
LinkUpdater
LinkVerificator
GUICLSourcesRMI
ServicesController youtube
DBConnection
YoutubeService YouTubeReadonlyClient YouTubeWriteClient
<<Interface>>
CLSourcesRMIInterface
utilities
databaseaccess
gdata
hyperic
rome1.0
Figura 4.5: Diagrama das classes principais do modulo Content Link Sources e seus rela-
cionamentos.
4.4 User Prole Learning
Neste captulo sera apresentado o modulo User Prole Learning.
Faz parte deste modulo duas componentes distintas: Sugest~ao de conteudos (Content
Suggestion) e aprendizagem dina^mica do perl do utilizador (Prole Learning). Estas duas
componentes encontram-se dentro do mesmo modulo devido a uma forte relac~ao que as
une, em que uma depende intrinsecamente da outra.
A componente de aprendizagem do perl do utilizador e, por si so, suciente para
a elaborac~ao de uma ou mais Teses de Mestrado, dada a sua possvel complexidade e
diversidade de abordagens e implementac~oes possveis. E proposto aqui que o sistema
possua a habilidade de capturar, analisar e correlacionar dados provenientes tanto do perl
estatico do utilizador como da sua experie^ncia de utilizac~ao no sistema (perl dina^mico)
ou dados correntes como a sua posic~ao geograca, condic~oes meteorologicas, temperatura,
velocidade, equipamento de visualizac~ao em uso, etc.
No a^mbito desta Dissertac~ao de Mestrado foi implementado um sistema de aprendiza-
gem de perl do utilizador muito basico que se limita a guardar todos os dados relevantes
relativos ao utilizador para posterior tratamento. N~ao e actualmente feito nenhum correla-
cionamento entre estes dados nem existe qualquer algoritmo de aprendizagem implemen-
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tado, mas todas as condic~oes para a sua implementac~ao est~ao criadas tanto no codigo Java
como na base de dados.
No que respeita a componente de sugest~ao automatica, esta possui uma depende^ncia
inata com a componente de aprendizagem dina^mica. Isto acontece devido ao facto de que
para sugerir conteudos e necessario possuir conhecimento a priori sobre o utilizador. Por
outro lado, para possuir conhecimento a priori sobre o perl do utilizador e fundamental
a obtenc~ao do feedback relativo aos conteudos vistos (sejam eles sugeridos ou n~ao) bem
como a informac~ao corrente e passada (historico) associada.
Assim sendo, a semelhanca do que foi implementado na componente de aprendizagem
do perl do utilizador, o sistema de sugest~ao automatica e actualmente muito simples,
sugerindo sempre os conteudos mais recentes e com melhor classicac~ao, descuidando ac-
tualmente o seu tema (sema^ntica) bem como o actual perl do utilizador (aprendizagem).
E de notar que mesmo que n~ao estejam implementados os algoritmos de sugest~ao e
aprendizagem dina^mica, todos os dados relativos a feedbacks enviados para o servidor s~ao
guardados de uma forma estruturada e organizada na base de dados para futura utilizac~ao.
A sugest~ao de conteudos a um determinado utilizador pode tambem ter origem em
outro utilizador do sistema desde que pertencam ao mesmo \grupo virtual de amigos".
Do mesmo modo, qualquer utilizador pode sugerir qualquer conteudo a um utilizador em
particular desde que pertenca a um dos seus \grupos virtuais de amigos", bem como a
todos os elementos de um grupo no qual esteja inserido.
A futura aprendizagem e classicac~ao dos utilizadores devera seguir a abordagem pro-
posta no captulo 3.5, sob pena do trabalho desenvolvido actualmente n~ao poder ser com-
patvel com uma nova abordagem.
A ferramenta de controlo e gest~ao do servidor IPTV (IPTV Server GUI ) preve^ e suporta
a interacc~ao com o modulo neste captulo descrito tal como foi projectado. Actualmente
o controlo sobre o modulo User Prole Learning e reduzido pois as funcionalidades do
mesmo tambem s~ao reduzidas.
A execuc~ao de multiplas insta^ncias deste modulo foi prevista aquando a sua projecc~ao,
de forma a agilizar o processo de aprendizagem, podendo utilizar-se diferentes algoritmos
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de aprendizagem complementares entre si, desde que garantido que convirjam para uma
soluc~ao.
4.5 IPTV Database
Neste capitulo sera apresentado o modulo IPTV Database no que respeita ao seu mo-
delo, funcionalidades, tecnologias utilizadas, bem como todas as suas caractersticas rele-
vantes.
Este modulo e o conjunto formado pela base de dados propriamente dita (o SGBD) e
a API de acesso a mesma, sendo esta ultima utilizada em cada modulo que necessite de
aceder aos dados na base de dados.
4.5.1 Tecnologias Utilizadas
Este modulo reveste-se de uma importa^ncia extrema, n~ao so por ser o modulo agre-
gador de todos os outros modulos funcionais mas tambem por conter a informac~ao vital
ao funcionamento de todo o sistema.
Para tornar a implementac~ao do servidor IPTV independente do SGBD em uso, foi
utilizado a tecnologia Hibernate que trabalha em perfeita harmonia com o Java (ambos da
Sun Microsystems). Este torna a comunicac~ao com qualquer SGBD relacional suportado
mais facil, robusta e intuitiva, fazendo uso do mapeamento objecto{relacional. A sua
poltica de comunicac~ao com os diferentes SGBD no mercado baseia-se em drivers, sendo
que basta trocar o driver para mudar o tipo do SGBD alvo da comunicac~ao.
Com esta tecnologia, cada entidade da origem a uma classe Java, a qual possui os
atributos referentes aos campos da entidade e os metodos que sejam necessarios para,
atraves de evocac~oes a metodos especcos do Hibernate, executar as tarefas pretendidas
na BD. E efectuada tambem validac~ao e controlo dos dados a inserir, fazendo uso inumeras
vezes de express~oes regulares que denem uma sintaxe valida para estes. Cria-se assim uma
abstracc~ao sobre a BD que permite desconhecer os pormenores da sua implementac~ao e do
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seu Structured Query Language (SQL) especco, deixando essa tarefa a cargo do Hibernate,
tornando assim o sistema mais exvel e robusto.
Como SGBD (ou DBMS) escolhido, optou-se pelo MySQL (agora tambem pertencente
a empresa Sun Microsystems), n~ao so por ser gratuito mas tambem por ser estavel, simples
e robusto o suciente para esta primeira fase de implementac~ao e testes.
No que toca a gest~ao e monitorizac~ao da base de dados, e utilizada a ferramenta php-
MyAdmin (http://www.phpmyadmin.net/), que possibilita o controlo e gest~ao de bases de
dados cujo o SGBD e o MySQL de forma remota e completamente integrada, utilizando
um qualquer browser de Internet. A gura 4.6 mostra o layout desta aplicac~ao no que
respeita a gest~ao da base de dados do servidor.
Figura 4.6: Exemplo do layout da aplicac~ao phpMyAdmin.
Neste momento, o servidor IPTV projectado e meramente academico, mas e facilmente
compreensvel que no caso do seu uso mais real este seria sujeito a uma enorme carga de
pedidos por parte dos seus utilizadores/clientes. Sendo a base de dados um ponto crtico do
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sistema, o SGBD MySQL n~ao e considerado ideal para grandes sistemas e sistemas crticos.
Depois de uma analise aos SGBDs disponveis, aquele que e considerado ideal para este
sistema e o SGBD da Oracle (empresa que, so por curiosidade, comprou recentemente a
empresa Sun Microsystems), pelas suas caractersticas de extrema robustez, exibilidade
e abilidade. O mesmo n~ao foi utilizado no servidor logo de incio devido, essencialmente,
a n~ao ser gratuito, a ser mais complexo e exigir um muito maior poder computacional
para ser executado ecientemente. Os testes ao servidor utilizando Oracle e a sua real
implementac~ao e deixada para uma segunda fase do desenvolvimento do servidor, n~ao
constituindo para ja a utilizac~ao do MySQL uma limitac~ao.
4.5.2 Modelo de Base de Dados
O modelo de base de dados implementado foi desenhado com recurso ao programa
PowerDesigner 15 da Sybase.
Todo o processo de design da base de dados iniciou-se na construc~ao manual do modelo
conceptual inicial pretendido. Depois de criada uma vers~ao estavel e coerente deste, o
modelo fsico foi gerado pelo programa de acordo com as regras para normalizac~ao dos
modelos de base de dados. A partir deste momento, o modelo fsico da base de dados
passou a ser usado como sendo o modelo base para todas as alterac~oes subsequentes, tendo
sidos gerados os modelos logicos e o modelo orientado a objectos a partir deste, bem como
re-gerado o modelo conceptual. Todos estes modelos serviram para renar iterativamente
o desenho da base de dados, ate chegar ao modelo de dados actual.
A evoluc~ao do modelo de base de dados sucedeu sempre de forma iterativa, em que as
alterac~oes necessarias eram adicionadas ao modelo fsico e depois gerados todos os outros
para conrmac~ao dos resultados pretendidos. A gura 4.7 esquematiza este processo.
Os diagramas conceptual, logico e fsico da base de dados implementada encontram-se
em anexo (ver anexo A).
A BD actualmente implementada n~ao contempla a denic~ao dendices nas suas tabelas,
exceptuando os denidos por defeito para os campos referentes a chaves primarias e chaves
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Figura 4.7: Diagrama do processo iterativo de gerac~ao dos modelos de base de dados.
estrangeiras. Isto deveu-se ao facto do sistema ainda n~ao possuir carga suciente de modo
a ser signicativo a determinac~ao de ndices, bem como ainda n~ao ser possvel determinar
com rigor os campos que poder~ao necessitar de indexac~ao devido a serem alvo de um
elevado numero de querys de pesquisa e ordenac~ao.
No que respeita a existe^ncia de campos nulos, genericamente estes n~ao s~ao permitidos.
Os unicos campos em que valores nulos podem existir s~ao:
SessionEndDate Tabela UserSessionData - Contem o instante temporal que marca o
nal da sess~ao do utilizador no sistema. E nulo enquanto o utilizador estiver online;
InsertedByUserID Tabela ContentLink - Contem o identicador numerico do utilizador
que inseriu um link especico. E nulo no caso do link ter sido inserido pelo sistema
(modulo Content Link Sources);
SuggestedByUserID Tabela SuggestedContent - Contem o identicador numerico do
utilizador que sugeriu um link especico a outro utilizador. E nulo no caso do link
ter sido sugerido pelo sistema.
No que respeita a valores denidos por defeito, estes foram especicados no codigo
Java referente a API de acesso a BD. A semelhanca destes, a vericac~ao de gamas e tipos
admissveis foi tambem programada dentro da API.
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E de notar que, exceptuando na passagem de um link da tabela de conteudos sugeri-
dos (SuggestedContent) para a tabela de conteudos visitados (VisitedContent), nunca s~ao
eliminadas entradas das tabelas do sistema. Todas as entidades susceptveis de eliminac~ao
de registos possuem um campo active que determina se a entrada respectiva esta activa
(valor a true) ou inactiva (valor a false). Isto permite n~ao so manter sempre todos os dados
na BD como tambem manter a consiste^ncia da base de dados n~ao necessitando de efectuar
eliminac~ao de registos em cascata nem com recurso a outros algoritmos, aumentando assim
o desempenho do sistema. Por outro lado, esta estrategia pode penalizar ligeiramente o
desempenho da BD devido a esta possuir uma dimens~ao superior a mnima necessaria, n~ao
sendo para ja este pormenor considerado um problema.
Assim sendo, pode perfeitamente ocorrer que, por exemplo, um link para um conteudo
exista na BD mas n~ao esteja activo e logo n~ao usavel devido ao respectivo campo active
da tabela ContentLink possuir o valor false.
A base de dados foi projectada tendo em vista um grande conjunto de funcionalidades,
cujas algumas delas, a data da elaborac~ao desta Dissertac~ao, o servidor ainda n~ao explora.
De entre estas e possvel destacar o mecanismo de persiste^ncia e envio de mensagens entre
utilizadores referentes a um determinado conteudo multimedia, o mecanismo de criac~ao e
gest~ao de grupos virtuais de utilizadores bem como a sua classicac~ao, a classicac~ao de
autores e provedores de conteudos, entre outras.
Deste modo, para explorar as capacidades e funcionalidades da base de dados ac-
tualmente n~ao aproveitadas pelo servidor, basta criar os modelos das mensagens XML
necessarias caso a funcionalidade seja passvel de ser requisitada por um cliente IPTV, bem
como programar a logica funcional referente as tarefas a executar no respectivo modulo
funcional.
Foi tambem alvo de reex~ao a utilizac~ao de uma base de dados distribuda e o uso
de replicac~ao de dados. Estes n~ao foram considerados devido ao caracter experimental
da actual implementac~ao do sistema. Ambas as abordagens podem ser implementadas
sem qualquer alterac~ao a arquitectura utilizada, tornando o sistema mais rapido e menos
susceptvel a falhas.
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4.5.3 As Entidades da Base de Dados
A base de dados implementada conta actualmente com 31 tabelas (entidades) e respec-
tivas relac~oes entre as mesmas, denindo assim o modelo relacional de persiste^ncia de dados
implementado no servidor IPTV. Cada tabela possui um papel bem denido no sistema
assim como cada campo comporta dados especcos que geralmente n~ao podem ser nulos,
excepto em algumas situac~oes pontuais que favorecem o funcionamento do sistema.
A denic~ao e desenho da base de dados teve como uma das premissas a n~ao criac~ao de
dados redundantes ou desnecessarios a partida, encontrando-se esta normalizada de acordo
com as regras e boas praticas de modelac~ao de sistemas de base de dados. A sema^ntica
das relac~oes estabelecidas entre as entidades possibilitam tirar um elevado partido dessas
mesmas relac~oes e depende^ncias entre os dados de forma a melhor correlaciona-los.
No desenho da base de dados, sempre que e necessario utilizar uma relac~ao do tipo
muitos-para-muitos e imprescindvel criar uma tabela de relac~ao entre as partes. Nor-
malmente, essa tabela contem apenas como campos a chave primaria composta que s~ao
as chaves estrangeiras da relac~ao. No entanto, no desenho da base de dados implemen-
tada, essas tabelas de relac~ao s~ao sempre aproveitadas para conter mais alguns dados que
pertencam a relac~ao, denindo assim n~ao so a relac~ao mas tambem para^metros da relac~ao.
A lista das tabelas implementadas e respectiva func~ao no sistema encontra-se denida
na tabela 4.2. A especicac~ao das entidades, seus campos e diagramas das relac~oes estab-
elecidas encontra-se em anexo (anexo A).
Nome da Entidade # Descric~ao
Account 8 Entidade utilizada para guardar os dados priva-
dos especcos relativos a conta do utilizador;
AccountStatus 3 Entidade que lista os estados possveis em que
se pode encontrar uma conta do utilizador;
continua na pagina seguinte
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continuac~ao da pagina anterior
Nome da Entidade # Descric~ao
Author 5 Entidade que detem os dados de todos os au-
tores de conteudos multimedia no sistema;
AuthorInterestsProle 5 Entidade que persiste os dados relativos ao per-
l de interesses actual dos autores de conteudos
multimedia;
ContentFeedback 4 Entidade que lista os tipos de feedback passveis
de ser submetidos pelo utilizador relativos a vi-
sualizac~ao de conteudos multimedia;
ContentFormat 4 Entidade que lista os formatos de conteudos
multimedia suportados (exemplos: AVI,
MPEG, MP3, etc.);
ContentInterestsProle 5 Entidade que guarda os dados relativos ao perl
actual de cada conteudo multimedia no sistema;
ContentLink 16 Entidade que modela e persiste todos os dados
especcos relativos a um conteudo presente no
servidor;
ContentType 3 Entidade que lista os tipos de transmiss~ao su-
portados para os conteudos (exemplos: real
time streaming, non realtime streaming, etc.);
FriendsGroup 7 Entidade que modela e persiste os varios grupos
sociais de utilizadores que o sistema possui;
FriendsGroupInterestsProle 5 Entidade que guarda os dados relativos ao per-
l geral de interesses dina^micos de cada grupo
social de utilizadores;
Gender 3 Entidade que lista todos os sexos passveis de
serem considerados pelos utilizadores;
continua na pagina seguinte
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continuac~ao da pagina anterior
Nome da Entidade # Descric~ao
InterestArea 5 Entidade que guarda todas as areas de interesse
e suas evoluc~oes/composic~oes suportadas pelo
sistema. O identicador de cada area de in-
teresse reecte as relac~oes de generalizac~ao que
deram origem a mesma;
Language 3 Entidade que lista todos os idiomas suportados
pelo sistema;
Profession 3 Entidade que lista todas as pross~oes passveis
de serem consideradas pelos utilizadores;
Provider 5 Entidade que detem os dados de todos os prove-
dores de acesso aos conteudos multimedia pre-
sentes no sistema;
ProviderInterestsProle 5 Entidade que persiste os dados relativos ao per-
l actual baseado nas areas de interesses dos
provedores de conteudos multimedia;
RelationshipStatus 3 Entidade que lista todos os estados conju-
gais passveis de serem considerados pelos uti-
lizadores;
SessionStatus 3 Entidade que lista os estados possveis de uma
sess~ao iniciada por um utilizador;
SuggestedContent 5 Entidade que persiste a refere^ncia para os
conteudos multimedia sugeridos (pelo sistema
ou por outro utilizador) ao utilizador em
quest~ao;
continua na pagina seguinte
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continuac~ao da pagina anterior
Nome da Entidade # Descric~ao
SystemValue 5 Entidade que guarda determinados para^metros
e valores dina^micos do sistema;
UserGroup 5 Entidade que lista os diversos grupos de uti-
lizadores em termos do seu tipo de conta (ex-
emplo: administrador);
UserInFriendsGroup 5 Entidade que relaciona um utilizador com o seu
grupo social de utilizadores. Esta entidade e
a responsavel pela persiste^ncia da lista de uti-
lizadores pertencentes a um determinado grupo
de \amigos";
UserInterestsProle 6 Entidade que persiste os dados relativos ao per-
l actual com respeito as areas de interesses de
determinado utilizador registado no sistema;
UserLanguage 5 Entidade que relaciona cada utilizador com os
multiplos idiomas que este domina segundo
determinado peso medido de 0.0 (0%) a 1.0
(100%);
UserMessage 8 Entidade que permite a persiste^ncia e troca
de mensagens entre utilizadores do sistema, es-
tando estas sempre relacionadas com determi-
nado conteudo multimedia;
UserProle 10 Entidade que modela e persiste os dados es-
peccos relativos ao perl geral do utilizador;
UserSessionData 15 Entidade que guarda toda a informac~ao con-
siderada relevante de cada sess~ao iniciada pelos
utilizadores registados no servidor;
continua na pagina seguinte
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continuac~ao da pagina anterior
Nome da Entidade # Descric~ao
VisitedContent 7 Entidade que persiste a refere^ncia para os
conteudos multimedia assistidos pelo utilizador
em quest~ao;
VisitedContentFeedback 6 Entidade que persiste todos os feedbacks rece-
bidos pelo sistema enviados por parte de cada
utilizador utilizadores relativos a determinado
conteudo multimedia assistido;
WatchingMode 5 Entidade que lista todos os modos de visu-
alizac~ao (exemplos: sozinho, com a famlia,
etc.) passveis de serem seleccionados pelos uti-
lizadores;
Tabela 4.2: Entidades implementadas pela base de dados do sistema e respectiva descric~ao.
Este modulo, para alem de comportar as entidades e metodos de introduc~ao, acesso e
manipulac~ao dos dados guardados, possui tambem outras funcionalidades embebidas. De
entre elas, e possvel destacar o sistema de inicializac~ao (subsecc~ao 4.5.5) que coloca os
dados iniciais na base de dados, alguns eles estaticos outros dina^micos. Faz tambem parte
integrante da API denida a especicac~ao do tamanho dos tipos de dados personalizados
(subsecc~ao 4.5.4), triggers (subsecc~ao 4.5.6), congurac~oes e controle de erros/excepc~oes
(subsecc~ao 4.5.7).
A API de acesso a base de dados implementada permite a utilizac~ao dos mecanismos
de persiste^ncia denidos recorrendo a invocac~ao de metodos de alto nvel, permitindo
descuidar os pormenores de implementac~ao.
Mais uma vez, para tornar o servidor totalmente independente do SGBD, n~ao foram im-
plementadas rotinas de tratamento de dados e eventos (triggers, store procedures, etc.) em
SQL. Optou-se ent~ao pela criac~ao de um mecanismo em Java baseado na implementac~ao
de threads especcos para a monitorizac~ao e execuc~ao deste tipo de tarefas.
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4.5.4 Tipos de Dados Denidos
Durante a modelac~ao iterativa da base de dados, atraves do software mencionado na
subsecc~ao 4.5.2, foram considerados tipos de dados padronizados na especicac~ao dos cam-
pos das diversas entidades. Estes tipos de dados foram denidos com base nos tipos basicos
existentes. Deste modo e possvel atribuir tipos de dados \virtuais" de uma forma indirecta
e assim permitir propagar de forma natural possveis alterac~oes aos mesmos, conferindo
uma maior robustez a modelac~ao.
A tabela 4.3 enumera e descreve cada tipo de dados personalizado. A sua utilizac~ao
pode ser vericada nos diagramas presentes no anexo A.
A API em Java construda para possibilitar o mapeamento objecto{relacional permite
n~ao so manipular a base de dados da forma desejada, mas tambem permite criar esta e
inicializa-la (subsecc~ao 4.5.5), sendo que a sua criac~ao obedece aos diagramas especicados
no anexo A.
4.5.5 Sistema de Inicializac~ao Automatica
A criac~ao desta funcionalidade surgiu para colmatar o trabalho despendido sistemati-
camente na introduc~ao de dados cada vez que se reformulava e reinstalava a base de dados.
Deste modo, e possvel colocar os dados iniciais de uma forma automatica, o que reduz
o tempo de instalac~ao do sistema.
A tabela 4.4 enumera as tabelas que s~ao alvo de inicializac~ao e indica quantos registos,
actualmente, s~ao introduzidos durante essa mesma inicializac~ao.
E de notar que depois da inicializac~ao, a base de dados ca preparada para uma uti-
lizac~ao normal. Inicialmente esta n~ao possui qualquer conteudo multimedia (que s~ao intro-
duzidos pelo modulo Content Link Sources ou pelos proprios utilizadores). A inicializac~ao
n~ao preve^ tambem a sugest~ao de qualquer conteudo a qualquer utilizador ou a classicac~ao
em termos de areas de interesses de qualquer entidade (que e da exclusiva responsabilidade
do sistema).
O utilizador introduzido pelo mecanismo de inicializac~ao e, por defeito, do tipo admin-
107
Servidor IPTV com Personalizac~ao Automatica de Canais
Nome Tipo de Dados Tamanho Precis~ao
DateTime timestamp { {
Decimal double 8 4
Description varchar 1024 {
GPSPos double 14 10
LongName varchar 64 {
NumberOf int { {
NumericID int { {
Password varchar 32 {
Path varchar 255 {
PathID varchar 64 {
Rate double 8 6
ShortName varchar 24 {
Tabela 4.3: Lista dos domnios da base de dados.
Nome da entidade Numero de registos
Account 1
AccountStatus 4
Author 3
ContentFeedback 4
ContentFormat 46
ContentType 5
Gender 3
InterestArea 9
Language 124
Profession 6
Provider 10
RelationshipStatus 5
SessionStatus 4
SystemValue 5
UserGroup 6
UserLanguage 4
UserProle 1
WatchingMode 7
Tabela 4.4: Lista das entidade com inicializac~ao.
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istrador e permite o acesso directo a todo o sistema mediante a introduc~ao das correctas
credenciais.
4.5.6 Triggers
O sistema actualmente preve^ alguns comportamentos automaticos no que respeita a
execuc~ao de algumas tarefas. Exemplos destas s~ao o Logout automatico devido ao utilizador
ter estado tempo demasiado sem actividade no sistema ou o bloqueio da conta do mesmo,
durante um perodo temporal, por demasiadas tentativas de login sem sucesso.
Actualmente, somente as duas tarefas anteriormente mencionadas est~ao implementadas,
sendo que o mecanismo de programac~ao adoptado possibilita a facil e rapida adic~ao de novas
tarefas automaticas de ndole temporal.
Os triggers implementados s~ao totalmente conguraveis. Caso seja necessario desactivar
algum deles ou adicionar outro, foi implementado um gestor destas tarefas sobre a forma
de um thread gestor que coordena threads que s~ao os triggers propriamente ditos.
4.5.7 Congurac~oes e Excepc~oes
No que diz respeito as congurac~oes da API, estas s~ao maioritariamente efectuadas
pelos diversos modulos que a utiliza aquando a sua inicializac~ao.
No caso do sistema de inicializac~ao da base de dados, dado que este usa a API de
acesso a BD como se de um modulo funcional distinto se tratasse, existem para^metros
por defeito que est~ao escritos no proprio codigo. Estes n~ao s~ao dina^micos devido ao facto
da inicializac~ao da BD ser feita muito esporadicamente por pessoas especcas e devido a
motivos bem denidos, n~ao exigindo uma congurac~ao dina^mica.
Quando acontece algum erro ou excepc~ao interna na API, s~ao disparadas excepc~oes.
Estas podem ser as existentes por defeito na linguagem Java ou outras que foram denidas
especicamente para certas situac~oes anomalas. Para saber mais informac~oes sobre este
topico, por favor consultar a documentac~ao Javadoc fornecida com o codigo do servidor.
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4.5.8 Arquitectura Geral do Funcionamento Interno
Esta secc~ao pretende dar uma ideia geral do funcionamento e arquitectura interna
da API de acesso a base de dados. Para isso, recorreu-se a apresentac~ao de alguns dos
diagramas UML criados na fase de modelac~ao desta API. A gura 4.8 mostra o diagrama
UML do encapsulamento interno dos pacotes Java criados, bem como algumas das relac~oes
de depende^ncia entre estes. Os pacotes que se encontram fora do pacote com fundo cinza
n~ao pertencem directamente ao codigo da API, sendo partilhados com todo o sistema.
databaseaccess
utilities hibernateAPI test
configurations exceptions
handle hibernate
initialvalues
triggers domain entities
Figura 4.8: Diagrama de pacotes da API de acesso a base de dados.
De modo a permitir um conhecimento mais pormenorizado sobre o funcionamento in-
terno desta API, a gura 4.9 mostra o diagrama UML das classes Java criadas, represen-
tando tambem algumas das associac~oes e depende^ncias entre elas.
4.6 Gest~ao e Monitorizac~ao: IPTV Server GUI
Neste captulo sera apresentado o modulo IPTV Server GUI.
Esta ferramenta foi desenvolvida no intuito de facilitar a gest~ao e manutenc~ao do servi-
dor de forma remota. Esta encontra-se ainda numa fase de desenvolvimento muito precoce
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entities
domain
exceptions
DomainsDefaults
initvalues
DomainsLengths
triggers
Configurations
CharOrFormatNotAllowedException
InvalidArgLengthException
NullNotAllowedException
OutOfRangeDBExeption
RegNotFoundDBExeption SessionTimeOutSpy TooManyLoginAttemptsSpy
Hibernate
LoadInterestAreas
PutInitialValues
PutInterestAreasOnly
Account AccountPk AccountStatus Author AuthorInterestsProfile AuthorInterestsProfilePk ContentFeedback ContentFormat
ContentInterestsProfile ContentInterestsProfilePk ContentLink ContentType FriendsGroup
FriendsGroupInterestsProfile FriendsGroupInterestsProfilePk
Gender
InterestArea
LanguageProfession
Provider ProviderInterestsProfile ProviderInterestsProfilePkRelationshipStatus
SessionStatus SuggestedContent SuggestedContentPk SystemValue
UserGroup
UserInFriendsGroup UserInFriendsGroupPk
UserInterestsProfile UserInterestsProfilePk UserLanguage UserLanguagePk UserMessage UserProfile
UserSessionData VisitedContent VisitedContentFeedback VisitedContentFeedbackPkVisitedContentPk
WatchingMode
opencsvutilities
Figura 4.9: Diagrama das classes principais da API de acesso a BD.
na medida em que, essencialmente, somente o modulo IPTV Server Core e controlado de
uma forma total. O controlo disponibilizado sobre o modulo Content Link Sources ainda
n~ao e t~ao amplo e profundo como desejado, sendo que possui actualmente as operac~oes
basicas de gest~ao e monitorizac~ao.
Por outro lado, relativamente aos modulos IPTV Database e User Prole Learning,
a ferramenta preve^ o seu controlo e gest~ao mas ainda n~ao possui muitas funcionalidades
especcas para isso. No caso do modulo IPTV Database, actualmente n~ao e essencial criar
no modulo IPTV Server GUI opc~oes de gest~ao e monitorizac~ao especcas devido a ser
utilizada a ferramenta phpMyAdmin que e suciente para a gest~ao e monitorizac~ao da BD.
No que respeita ao modulo User Prole Learning, as suas funcionalidades s~ao, actualmente,
muito reduzidas e logo o controlo e monitorizac~ao n~ao faz sentido.
De qualquer forma, foram criadas todas as condic~oes para a integrac~ao de mais fun-
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cionalidades no controlo e monitorizac~ao de todos os modulos, tendo sido utilizado um
estilo de programac~ao organizado, bem documentado e facilmente alteravel e estendvel a
outras funcionalidades.
Um dos principais objectivos no desenvolvimento desta ferramenta baseou-se na gest~ao
robusta do sistema com simplicidade nas operac~oes. Na gura 4.10 e possvel ver a janela
principal da ferramenta. Esta permite n~ao so o incio/m da ligac~ao a um modulo fun-
cional especco do sistema mas tambem a congurac~ao de todos os para^metros relativos
a ferramenta de gest~ao (gura 4.11). E de notar que todos os bot~oes e campos passiveis
de serem editados possuem um tool tip text com ajuda sobre o mesmo. No que respeita a
congurac~ao de caminhos para directorias, estes devem sempre possuir uma barra no seu
nal (\n" no MS Windows, \/" no Linux).
Para uma maior acessibilidade, sempre que o Sistema Operativo (SO) o permitir, e
colocado um icon na barra de sistema, no qual e possvel efectuar as acc~oes normais que
este tipo de funcionalidade disponibiliza. De entre elas pode-se destacar a funcionalidade
de mostrar/trazer a janela para primeiro plano (duplo click) ou mostrar o menu rapido
(click direito) com as operac~oes mais importantes. Na gura 4.12 e mostrado o menu
rapido da aplicac~ao.
E tambem de destacar que as operac~oes mais importantes e frequentes possuem atalhos
de teclado com o intuito de agilizar a interacc~ao do utilizador com a ferramenta.
Como sera de esperar, e possvel ter-se um numero virtualmente ilimitado de insta^ncias
da ferramenta a serem executadas simultaneamente na mesma maquina ou em maquinas
diferentes, ambas as insta^ncias ligadas (ou n~ao) a qualquer um dos modulos funcionais do
servidor IPTV.
Essencialmente, a operac~ao desta ferramenta foca-se em possibilitar controlo e moni-
torizac~ao remotos dos diversos modulos implementados, desde que estes estejam em fun-
cionamento e a ferramenta esteja ligada a eles.
Em relac~ao a monitorizac~ao, e possvel tanto monitorizar os recursos fsicos (o hardware
de suporte) como as acc~oes logicas do sistema (o software implementado). E assim possvel
ver em tempo real a carga do Central Processing Unit (CPU), a quantidade de memoria
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Figura 4.10: Janela principal da ferramenta IPTV Server GUI.
Figura 4.11: Janela das opc~oes de congurac~ao da ferramenta IPTV Server GUI.
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Figura 4.12: Menu rapido da ferramenta IPTV Server GUI na bandeja de sistema.
ocupada e disponvel, detalhes da interface de rede, entre outros.
Por outro lado, e possvel monitorizar em tempo real e de forma assncrona os eventos
que cada modulo despoleta, mostrando os mesmo numa janela reservada para o efeito.
Estes eventos podem ser de diversa ordem, desde a recepc~ao de uma mensagem especca
ate a um alerta ou erro despoletado pelo modulo.
Do ponto de vista do controlo exercido, genericamente e possvel iniciar, parar e reiniciar
cada modulo, bem como alterar qualquer para^metro dina^mico presente no cheiro XML
especco de cada modulo. E de notar que a aplicac~ao de novos para^metros dina^micos,
regra geral, exige que o modulo seja reiniciado. Caso o restart do modulo n~ao seja exigido,
e aconselhavel.
Todas estas operac~oes e funcionalidades est~ao representadas gracamente na gura 4.13.
Quando se fala em reiniciar um modulo, isto n~ao implica reiniciar todo o servidor. Isto
deve-se ao caracter distribudo do sistema, em que o "todo" e constitudo por cada parte
de forma autonoma.
A semelhanca dos modulos funcionais, esta ferramenta tambem utiliza um cheiro XML
para possibilitar a persiste^ncia das congurac~oes dina^micas proprias. Segue-se um exemplo
desse mesmo cheiro de congurac~ao.
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Figura 4.13: Janelas da ferramenta IPTV Server GUI relativas a gest~ao e monitorizac~ao
do modulo IPTV Server Core.
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1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 <GUISettings xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
3 <con f i gF i l e sPa th value="C:n IPTVFilesn c on f i g n"/>
4 <pathToImg value="C:n IPTVFilesn imgn"/>
5 <corese rverGuiPort value="2324"/>
6 <co re s e rve rAddre s s value=" l o c a l h o s t "/>
7 <co r e s e rve rUse r value=" root "/>
8 <co r e s e rve rPas s value="admin"/>
9 <uplearningGuiPort value="2325"/>
10 <uplearn ingAddress value=" l o c a l h o s t "/>
11 <uplearn ingUser value=" root "/>
12 <up learn ingrPass value="admin"/>
13 <c l inksource sGu iPor t value="2326"/>
14 <c l i nk sourc e sAddre s s value=" l o c a l h o s t "/>
15 <c l i nk s ou r c e sUs e r value=" root "/>
16 <c l i nk s ou r c e sPa s s value="admin"/>
17 <databasePort value="3306"/>
18 <databaseAddress value=" l o c a l h o s t "/>
19 <databaseUser value=" j o a o f f r "/>
20 <databasePass value=" j f f r 3 5 5 9 "/>
21 </GUISettings>
E de notar que as tags XML utilizadas no cheiro de congurac~ao s~ao auto{explicativas
no que respeita a sua sema^ntica. Qualquer quest~ao relativa as mesmas, e favor consultar
a documentac~ao Javadoc deste modulo.
Algumas funcionalidades ainda n~ao implementadas e cuja a introduc~ao esta prevista
s~ao:
 Manipulac~ao de todas as tabelas da base de dados (criac~ao, edic~ao e eliminac~ao
de entradas nas tabelas) de acordo com as depende^ncias entre elas, utilizando um
sistema de completac~ao automatica de campos baseado nas relac~oes entre as tabelas;
 Visualizac~ao das depende^ncias entre as tabelas bem como de estatsticas relativas a
BD;
 Apresentac~ao de gracos em \tempo real" relativos a varias metricas do sistema
(numero de utilizadores autenticados, numero de mensagens trocadas por unidade
de tempo, atraso medio da resposta a cada tipo de mensagem, etc.);
 Visualizac~ao e manipulac~ao de todo o cheiro XML de congurac~ao de cada modulo;
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 Comunicac~ao com os varios modulos do sistema utilizando tuneis ou outros mecan-
ismos de forma a contornar as rewalls ;
Devido a esta ferramenta utilizar uma poltica de acesso baseada em RMI, foram
denidas restric~oes de seguranca e acesso num cheiro RMI policy. Este encontra-se na di-
rectoria do codigo Java do servidor, acessvel pelo caminho \/IPTVFiles/cong/rmi.policy".
E de notar que devido ao sistema funcionar sobre portos TCP n~ao padr~ao, o acesso aos
modulos via IPTV Server GUI pode ser comprometido devido as rewalls dos routers da
rede e do proprio terminal de acesso. Para facilitar o acesso, basta congurar a ferramenta
de gest~ao e respectivos modulos funcionais para utilizarem portos TCP padr~ao.
4.6.1 Arquitectura Geral do Funcionamento Interno
Esta secc~ao pretende dar uma ideia geral do funcionamento e arquitectura interna da
ferramenta de gest~ao IPTV Server GUI. Para isso, recorreu-se a apresentac~ao de alguns
dos diagramas UML criados na fase de modelac~ao desta ferramenta e que foram sofrendo
algumas pequenas alterac~oes ate ao momento em que se deu esta fase do desenvolvimento
do sistema por terminada. A gura 4.14 mostra o diagrama UML do encapsulamento
interno dos pacotes Java criados, bem como algumas das relac~oes de depende^ncia entre
estes. Os pacotes que se encontram fora do pacote com fundo cinza n~ao pertencem a este
modulo, sendo partilhados com todo o sistema.
De modo a permitir um conhecimento mais pormenorizado sobre o funcionamento in-
terno desta ferramenta, a gura 4.15 mostra o diagrama UML relativo as classes Java
implementadas, representando tambem algumas das associac~oes e depende^ncias entre es-
tas.
E de notar que nos diagramas apresentados nesta secc~ao n~ao se encontram representa-
dos todos os pacotes/classes relativos a ferramenta de gest~ao desenvolvida, nem todas as
depende^ncias entre os mesmos. Somente os aspectos mais importantes est~ao evidenciados.
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sharedSwing SwingX utilities
Figura 4.14: Diagrama de pacotes do modulo IPTV Server GUI.
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Figura 4.15: Diagrama das classes principais do modulo IPTV Server GUI e seus rela-
cionamentos.
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API em Java para Cliente IPTV
5.1 Introduc~ao
Neste captulo e apresentada a API construda para comunicac~ao com o servidor IPTV
a partir de um cliente generico cujo nucleo de comunicac~ao seja desenvolvido em Java. S~ao
apresentadas tambem alguns sugest~oes funcionais e tecnologicas para o desenvolvimento
do cliente.
5.2 Sugest~oes para o Desenvolvimento do Cliente IPTV
Sugest~oes de linguagem/sistemas multi{plataforma para o desenvolvimento de um cliente
IPTV independente do sistema operativo:
 Adobe Flash e/ou Flex
 JavaFX
 Zk
 HTML + Javascript(jQuery) + PHP
 WTVML
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Devera ser construdo um cliente para cada classe de dispositivo: STB, Televisor IPTV,
PC e dispositivo movel. Cada cliente devera, dentro da sua classe, adaptar-se o mais
possvel as caractersticas especcas do equipamento no qual se encontra a funcionar,
tornando assim a sua utilizac~ao muito escalavel.
Actualmente as consolas de jogos possuem muito poder graco e de processamento.
Para alem disso, normalmente estas possuem tambem interfaces de rede wired e/ou wireless.
Deste modo, estes dispositivos poder~ao ser excelentes para funcionarem como STB de
acesso ao sistema IPTV a partir de aparelhos de televis~ao convencionais. Algumas das
consolas existentes no mercado que poderiam suportar de forma facil uma aplicac~ao deste
tipo seriam, por exemplo, a Sony PlayStation 3 ou a Microsoft XBox 360.
Sendo que o acesso ao servico IPTV podera necessitar de pagamento quando includos
conteudos pagos, o cliente IPTV podera ser distribudo gratuitamente de modo a incentivar
o publico alvo a experimentarem o sistema de forma completamente gratuita. Deste modo,
dever~ao estar acessveis as vers~oes para cada tipo de dispositivo suportado.
Ao longo desta Dissertac~ao de Mestrado foram referidos alguns servicos e funcional-
idades que o sistema IPTV poderia suportar. Uma grande parte deles s~ao de suporte
inerente ao cliente IPTV, como e o caso de servicos de Messaging, acesso a mapas interac-
tivos, acesso a redes sociais, clientes de e-mail, entre outros. Assim sendo, cabe ao cliente
IPTV implementar este tipo de funcionalidades, se for o caso disso.
O cliente deve permitir tambem a procura generica de conteudos por criterios multiplos.
Actualmente o servidor suporta procura por:

Area de interesse;
 Nome do conteudo;
 Autores do conteudo;
 Provedor do conteudo;
 Mais vistos;
120
Captulo 5. API em Java para Cliente IPTV
 Mais votados;
 Mais populares;
 Data do conteudo;
 Tipo de conteudo;
 Etc.
Para fomentar a interacc~ao e tambem melhor o proprio aspecto visual do cliente, e de
privilegiar a colocac~ao de thumbnails relativos aos conteudos (para^metro que o servidor
preve^). Caso o utilizador aceda ao cliente mas n~ao esteja autenticado, os conteudos ev-
idenciados atraves dos thumbnails poder~ao ser os \mais vistos", \mais votados", \mais
populares", entre outros. Caso o utilizador esteja autenticado no sistema, os conteudos
salientados poder~ao ser os sugeridos ou relacionados com conteudos vistos anteriormente,
conteudos vistos recentemente pelos elementos dos seus \grupos virtuais de amigos", os
sugeridos a outros utilizadores, etc.
Deve ser usado, sempre que possvel, as potencialidades do servidor IPTV no que
respeita a personalizac~ao de conteudos. N~ao dever~ao ser enviadas mensagens desnecessarias
para o servidor, sob pena de exercer uma carga excessiva e, deste modo, o mesmo demorar
mais tempo a responder as solicitac~oes dos diversos clientes.
5.3 A API
A necessidade de construc~ao de uma API de acesso ao servidor surgiu devido a exige^ncia
de execuc~ao de testes em batch ao servidor implementado. Deste modo, foi criada uma
API generica em Java que podera ser usada por um futuro cliente IPTV deste sistema.
A gura 3.6 enquadra a utilizac~ao desta API num cliente IPTV generico, com nucleo
de comunicac~ao em Java.
E de salientar que o modulo IPTV Server Core possui mecanismos de vericac~ao
sintatica e sema^ntica de alguns dos dados recebidos por intermedio das mensagens XML.
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Deste modo, a m de evitar a gerac~ao desnecessaria de erros relacionados com a introduc~ao
de dados pelo utilizador (por exemplo, tipos de dados incorrectos, enderecos web ou e-mail
com caracteres invalidos/sintaxe n~ao permitida, entre outros), o cliente IPTV devera efec-
tuar a vericac~ao dos dados inseridos antes destes serem enviados para o servidor IPTV,
em consona^ncia com a sua sema^ntica.
De modo a melhor projectar o sistema, foram criados a priori multiplos diagramas UML
que descrevem os aspectos mais importantes deste sobre diferentes pontos de vista, uns
com mais pormenor tecnico, outros mais conceptuais, abrangentes ou gerais. A modelac~ao
desta API n~ao constituiu uma excepc~ao, sendo que tambem foi alvo de uma modelac~ao
previa.
Encontra-se assim representado na gura 5.1 o diagrama UML do encapsulamento
interno dos pacotes criados, bem como algumas das relac~oes de depende^ncia entre estes.
Os pacotes que se encontram fora do pacote com fundo cinza n~ao pertencem directamente
ao codigo da API.
iptvclientapi
examplesutilities
client configurations serverconnection
Figura 5.1: Diagrama de pacotes da API de comunicac~ao cliente{servidor.
De modo a permitir um conhecimento mais pormenorizado sobre o funcionamento in-
terno desta API, a gura 5.2 representa o diagrama UML das classes Java criadas, repre-
sentando tambem algumas das associac~oes e depende^ncias entre elas.
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client
HTTPClient
HTTPSClient
ConfigsServerConnection
utilities
examples
HTTPExample
HTTPSExample
Figura 5.2: Diagrama das classes principais da API de comunicac~ao cliente{servidor.
E de notar que este documento n~ao possui a listagem dos valores introduzidos na base
de dados pelo sistema de inicializac~ao da mesma (secc~ao 4.5.5), devido ao facto destes
serem volateis e poderem ser facilmente alterados/adicionados. De qualquer forma, esta
disponvel a consulta da listagem do conteudo da BD com recurso a ferramenta phpMyAd-
min, que permite facilmente esclarecer esta quest~ao.
Para mais detalhes sobre a API implementada ou esclarecimento de alguma duvida,
por favor consultar a documentac~ao Javadoc fornecida com a mesma, que se encontra na
directoria da API junto do codigo fonte do servidor IPTV.
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Captulo 6
Requisitos e Modelos de Instalac~ao
do Servidor
6.1 Introduc~ao
Neste captulo ser~ao apresentados tanto os requisitos de software como de hardware
necessarios para o bom funcionamento do sistema implementado. Para alem disso, ser~ao
tambem mencionados alguns possveis cenarios de instalac~ao utilizando diferentes dis-
tribuic~oes dos modulos funcionais, suas vantagens e desvantagens.
6.2 Requisitos
No que toca aos requisitos de hardware, o servidor exige uma arquitectura que seja
suportada pela maquina virtual de Java e que possua pelo menos uma interface de rede
com acesso a Internet. Para alem disso, o sistema computacional devera possuir pelo menos
700MB livres de espaco em disco e 2GB de RAM.
Em termos de software instalado, as exige^ncias ja s~ao mais e constam da seguinte lista:
 Todo o codigo do servidor. E de notar que os binarios (*.jar) se encontram dentro
da pasta \dist" de cada modulo e devem ser executados com o comando \java -jar
<jar le name>";
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 Java JDK 1.6.0.14 ou superior instalado e funcional;
 MySQL 5.1.33 ou superior instalado e funcional;
 PHP 5.2.9.2 ou superior (opcional);
 PHP MyAdmin 3.1.3.1 ou superior (opcional);
 Pasta \IPTVFiles" colocada na raiz do disco ou ent~ao congurar nos modulos para
a detectar em outra directoria;
 Portos necessarios a comunicac~ao abertos na rewall do sistema computacional;
 Ligac~ao a rede local e a Internet;
 Nome DNS atribudo (opcional);
6.3 Instalac~ao
A instalac~ao do servidor pode ser efectuada segundo 3 modelos gerais distintos:
 Instalac~ao Centralizada (gura 6.1);
 Instalac~ao Distribuda sem Replicac~ao de Modulos (gura 6.2);
 Instalac~ao Distribuda com Replicac~ao de Modulos.
A gura 6.1 ilustra a instalac~ao dos servidor IPTV de forma centralizada enquanto que
a gura 6.2 ilustra a instalac~ao do mesmo de forma distribuda sem replicac~ao de qualquer
modulo.
A instalac~ao do servidor tendo em conta uma arquitectura distribuda com replicac~ao
de um ou mais modulos e em tudo semelhante a uma instalac~ao distribuda. As unicas
diferencas a ter em considerac~ao e que cada modulo pode ser instanciado multiplas vezes na
mesma ou em diferentes maquinas ligadas em rede. E somente necessario ter em atenc~ao
que cada modulo deve ser congurado de forma a funcionar em um diferente porto TCP.
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Para efectuar a congurac~ao de cada modulo, basta recorrer a edic~ao do cheiro XML
de congurac~ao de cada um. A existe^ncia deste cheiro de congurac~ao permite a alterac~ao
dos para^metros de instalac~ao de cada modulo do servidor de forma muito simples e rapida,
sem necessidade de edic~ao do codigo fonte do mesmo. E de notar que os para^metros
presentes no cheiro de congurac~ao so ser~ao aplicados depois do sistema ser reiniciado.
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<<device>>
IPTV Server
MySQL
IPTV Client
User Profile Learning
(Classification & Suggestion)
Content Link Source
(Multimedia Aggregator)
IPTV Server Core
(Client Communication Manager)
IPTV Database
(DBMS)
IPTV Player
IPTV Client
Communications API
GUI Connector
GUI Connector
HTTP Server
Youtube API
RSS Reader API
GUI Connector
E-mail Client
IPTV Database Access
 (Database API)
Content Suggestion
Profile Learning
IPTV Database Access
 (Database API)
IPTV Database Access
 (Database API)
IPTV Server Manager
IPTV Server GUI
IPTV Database Access
 (Database API)
HTTP - iptvserver:2323
RMI - iptvserver:2326
TCP/IP - localhost:3306 TCP/IP - localhost:3306
TCP/IP - localhost:3306
TCP/IP - iptvserver.com:3306
RMI - iptvserver:2325
RMI - iptvserver.com:2324
Figura 6.1: Diagrama de instalac~ao do servidor IPTV com todos os modulos a funcionar
na mesma maquina.
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<<device>>
Server 2
<<device>>
IPTV Server Manager
<<device>>
Client
<<device>>
Server 4
<<device>>
Server 1
User Profile Learning
<<device>>
Server 3
IPTV Server Core
IPTV Database
Content Link Source
MySQL
IPTV Client
GUI Connector
IPTV Database Access
 (Database API)
Content Suggestion
Profile Learning GUI Connector E-mail Client
HTTP Server
IPTV Database Access
 (Database API)
IPTV Database Access
 (Database API)
GUI ConnectorYoutube API
RSS Reader API
IPTV Player
IPTV Client
Communications API
IPTV Server GUI
IPTV Database Access
 (Database API)
RMI - server1:2325 RMI - server3:2324
RMI - server2:2326
TCP/IP - server4:3306
HTTP - server3:2323
TCP/IP - server4:3306
TCP - server4:3306
Figura 6.2: Diagrama de instalac~ao do servidor IPTV com os modulos distribudos por
varias maquinas sem replicac~ao de nenhum modulo.
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Captulo 7
Testes Gerais de Desempenho e
Comportamento
7.1 Introduc~ao
Neste captulo ser~ao apresentados e descritos os testes gerais efectuados ao sistema
conjuntamente com os resultados dos mesmos e a sua analise. Os testes efectuados pre-
tenderam realizar medic~oes de metricas basicas como o atraso na resposta a uma solicitac~ao
e a carga no servidor em termos de percentagem de recursos utilizados.
E de salientar que os testes efectuados exerceram uma carga muito elevada no servidor
IPTV que, para os valores mais elevados, podera n~ao corresponder a realidade dada a sua
ndole de utilizac~ao. Posto isto, estes testes podem ser considerados como testes de stress
do servidor (stress-tests).
Dado que foi considerado que nesta fase os modulos Content Link Sources e User Prole
Learning ainda n~ao possuem funcionalidades que levem a um nvel de carga no servidor
considerado relevante, foi somente colocado em execuc~ao, na mesma maquina, os modulos
IPTV Server Core e IPTV Database.
Todos os testes foram realizados com a mesma base de dados, isto e, com a base de
dados contendo exactamente os mesmos registos. Esta foi preenchida com um numero
bastante signicativo de registos, de modo a melhor emular a realidade do sistema.
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Ao nvel dos para^metros subjacentes, todos os testes foram realizados utilizando os
mesmos sistemas computacionais e os mesmos para^metros n~ao variaveis.
7.2 Descric~ao dos Procedimentos
Os testes ao sistema foram baseados nos seguintes procedimentos e para^metros:
 Execuc~ao de uma insta^ncia do modulo IPTV Server Core conjuntamente com a API
de acesso a base de dados e a propria BD do sistema, utilizando uma unica maquina
(instalac~ao centralizada - secc~ao 6.3, gura 6.1). O sistema computacional servidor
possua as seguintes caractersticas gerais:
SO Ubuntu 8.04 Server edition;
Processador Dois processadores independentes Intel Xeon Dual Core 3.0, 6MB
cache cada um;
RAM 4 GBytes;
Disco(s) Dois discos de 500 GBytes SATA;
Interface de Rede Atheros 10/100/1000 Mbps;
Fornecedor Asus ;
Local Instituto de Telecomunicac~oes - Aveiro;
 Numero maximo de utilizadores simultaneamente autenticados no servidor a requer-
erem a execuc~ao de tarefas: Cmax = 10000. Deste modo, foram criados 10000 difer-
entes contas de utilizador no sistema com user name e password iguais ao padr~ao
\user id", em que \id" e um numero sequencial. E de notar que os clientes IPTV n~ao
foram executados no mesmo sistema computacional do servidor, tendo sido utilizados
4 computadores distintos, ligados por uma rede Ethernet 10/100 Mbps, para simular
os multiplos clientes;
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 Numero mnimo de utilizadores simultaneamente autenticados no servidor a requerem
a execuc~ao de tarefas: Cmin = 100;
 Dado o numero de clientes estar compreendido entre 100 e 10000, o sistema foi
analisado com um numero de clientes igual a 100, 200, 500, 1000 e 10000 de forma
independente, de modo a simplicar o processo de analise dos resultados;
 Foi criado um modelo de cliente de teste generico, utilizando a API de comunicac~ao
com o servidor desenvolvido (secc~ao 5). Este cliente foi modelado sob a forma de
um thread que efectua um conjunto de tarefas e termina depois disso. As tarefas s~ao
executadas aleatoriamente segundo as seguintes regras:
{ A primeira mensagem e sempre de User Authentication Request, com uma prob-
abilidade da autenticac~ao ser com sucesso igual a A = 75% segundo uma dis-
tribuic~ao uniforme;
{ Sempre que uma tentativa de autenticac~ao falha, o cliente IPTV tenta nova-
mente N vezes, sendo este valor calculado aleatoriamente com distribuic~ao uni-
forme no intervalo [0, 6];
{ A ultima mensagem pode ser de User Deauthentication Request com uma prob-
abilidade de existir igual a D = 50%, segundo uma distribuic~ao uniforme;
{ Todas as restantes mensagens podem ocorrer com igual probabilidade segundo
uma distribuic~ao uniforme;
{ O numero de mensagens enviadas eM , sendo este valor calculado aleatoriamente
com distribuic~ao uniforme, compreendida entre 7 e 350;
{ O tempo de espera entre o instante de recepc~ao da resposta a uma mensagem
enviada e o envio da mensagem seguinte e T , sendo este valor calculado aleato-
riamente, com uma distribuic~ao uniforme, no intervalo [10, 100] ms;
 Para gerir todos os para^metros dos testes e os threads cliente lancados, foi criado
um thread controlador. Este thread controlador efectua tambem a escrita em cheiro
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(Comma-Separated Values (CSV)) de todos os dados relevantes que os varios clientes
lancados devolvem depois de acabarem a sua simulac~ao;
Os dados retirados da experie^ncia constam de varios cheiros CSV gerados (consoante
o numero de clientes simulado e os para^metros utilizados) e foram tratados com recurso a
utilizac~ao do software Matlab R2009b.
Os testes realizados visaram:
 Medir o atraso medio do servidor na resposta a cada tipo de mensagens ao longo do
tempo, associado ao numero de utilizadores/clientes no sistema;
 Comparar entre a utilizac~ao do protocolo HTTP e HTTPS;
 Comparar a utilizac~ao de validac~ao XSD das mensagens recebidas pelo servidor com
a sua n~ao utilizac~ao;
 Medir a percentagem do CPU do servidor utilizado pelo sistema;
Na secc~ao 7.3 encontram-se os resultados dos testes efectuados. Na secc~ao 7.4 efectua-se
a conclus~ao sobre os mesmos.
7.3 Resultados
Foram efectuados dois grandes grupos de testes: servidor com validac~ao XSD das men-
sagens recebidas activa e inactiva. Para cada um destes cenarios, foi testado o uso do
protocolo HTTP e HTTPS, segundo o procedimento descrito na secc~ao 7.2.
Para o caso de execuc~ao do servidor utilizando HTTP com validac~ao XSD activa,
os resultados dos testes, no que respeita ao atraso medio medido entre o envio de uma
mensagem pelo cliente e a recepc~ao da sua resposta pelo mesmo, podem ser vistos de
forma graca na gura 7.1.
Relativamente a carga media no servidor durante os testes, a mesma pode ser observada
na tabela 7.1. E de notar que os valores referem-se a carga global nos processadores em
percentagem dos seus recursos totais.
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UserAuthentication NewLinkRequest KeepAliveSession LinkListRequest LinkFeedback CommandRequest UserDeauthentication0
200
400
600
800
1000
1200
1400
1600
1800
De
lay
 (m
s)
IPTV Stress−Teste with XSD messages validation, using HTTP
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Figura 7.1: Graco referente aos atrasos produzidos utilizando HTTP e validac~ao XSD das
mensagens recebidas pelo servidor.
N.º de Clientes Carga devido ao
Java
Carga devido ao
MySQL
100 78% 9%
200 80% 9%
500 82% 10%
1000 85% 13%
10000 86% 13%
Tabela 7.1: Tabela da carga media nos processadores do servidor IPTV para testes uti-
lizando HTTP e validac~ao XSD.
A tabela 7.2 possui os valores medios aproximados do atraso de resposta do servidor
a qualquer mensagem dependente do numero de clientes considerado, relativo ao cenario
\HTTP com validac~ao XSD". Nesta tabela e tambem considerado o caso do desprezo da
mensagem com maior atraso gerado neste cenario (User Deauthentication).
No que respeita ao caso de execuc~ao do servidor utilizando o protocolo HTTP mas
sem validac~ao XSD activa, os resultados dos testes, utilizando a mesma abordagem dos
anteriores, podem ser vistos de forma graca na gura 7.2.
A carga media observada no servidor encontra-se descrita na tabela 7.3. Pela sua ob-
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N.º de Clientes Atraso medio Atraso medio sem
User Deauthenti-
cation
100 1.5ms 1.2ms
200 20ms 16ms
500 94ms 73ms
1000 523ms 414ms
10000 827ms 650ms
Tabela 7.2: Tabela do atraso medio para cada numero de clientes considerado, utilizando
HTTP com validac~ao XSD das mensagens XML recebidas pelo servidor.
servac~ao pode-se concluir que esta foi semelhante ao relatado na tabela 7.1 para o teste
anterior. Mais uma vez, e de notar que os valores referem-se a carga global nos proces-
sadores em percentagem dos seus recursos totais.
N.º de Clientes Carga devido ao
Java
Carga devido ao
MySQL
100 75% 9%
200 80% 10%
500 81% 10%
1000 84% 13%
10000 85% 14%
Tabela 7.3: Tabela da carga media nos processadores do servidor IPTV para testes uti-
lizando HTTP sem validac~ao XSD.
A tabela 7.4 possui os valores medios aproximados do atraso de resposta a qualquer
mensagem dependente do numero de clientes considerado, relativo ao cenario \HTTP sem
validac~ao XSD". Nesta tabela e tambem considerado o caso do desprezo da mensagem
com maior atraso gerado neste cenario (User Deauthentication).
Todos os resultados obtidos relativos aos cenarios simulados, encontram-se devidamente
comentados na secc~ao 7.4.
Tal como ja foi referido, foram tambem testados cenarios utilizando HTTPS. No decor-
rer da analise dos resultados dos testes efectuados a esses cenarios, vericou-se que o atraso
medio causado pela utilizac~ao do protocolo HTTPS era desprezavel, visto os atrasos medios
medidos serem muito semelhantes aos atrasos medios medidos nos testes utilizando HTTP.
Do mesmo modo, a percentagem de utilizac~ao do processador do sistema computacional
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UserAuthentication NewLinkRequest KeepAliveSession LinkListRequest LinkFeedback CommandRequest UserDeauthentication0
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Figura 7.2: Graco referente aos atrasos produzidos utilizando HTTP sem validac~ao XSD
das mensagens recebidas pelo servidor.
servidor foi tambem muito semelhante a utilizada nos testes com HTTP, demonstrando
que a carga no sistema reside fundamentalmente no processamento das mensagens e acesso
a base de dados do servidor. Deste modo, n~ao foi considerado necessario colocar neste
documento a analise dos testes utilizando HTTPS.
N.º de Clientes Atraso medio Atraso medio sem
User Deauthenti-
cation
100 0.4ms 0.2ms
200 17ms 13ms
500 74ms 68ms
1000 217ms 144ms
10000 456ms 359ms
Tabela 7.4: Tabela do atraso medio para cada numero de clientes considerado, utilizando
HTTP sem validac~ao XSD das mensagens XML recebidas pelo servidor.
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7.4 Conclus~ao
Como e possvel observar pelos resultados obtidos, a tarefa/mensagem User Deauthen-
tication foi a que mais atraso desenvolveu no servidor ao longo de todos os testes em todos
os cenarios. Isto deve-se, possivelmente, ao facto do sistema realizar a procura da actual
sess~ao do utilizador na tabela UserSessionData que, depois de algum tempo de utilizac~ao,
possui um numero muito elevado de registos. Para resolver este problema, a criac~ao de
ndices nos campos utilizados nas pesquisas nessa mesma tabela, podera ser a soluc~ao.
Para alem disso, e tambem atraves desta operac~ao que alguns dados da tabela de sistema
(SystemValue) s~ao actualizados bem como alguns recursos do sistema libertados.
No que diz respeito aos restantes tipos de mensagens testados, o atraso desenvolvi-
dos por estas corresponde ao esperado e encontra-se dentro dos padr~oes admissveis. De
qualquer modo, e ainda possvel efectuar muitas optimizac~oes no sistema que permitam
diminuir o tempo de atraso medio do mesmo, principalmente ao nvel da utilizac~ao da base
de dados.
Comparando a utilizac~ao do sistema com validac~ao XSD activa das mensagens recebidas
com a utilizac~ao do mesmo sistema mas sem validac~ao XSD, e facilmente vericavel que
com validac~ao activa, o sistema demora signicativamente mais tempo a processar uma
mensagem XML. Isto deve-se ao facto do servidor ter de abrir o cheiro XSD, fazer o seu
parsing e nalmente vericar se o XML e valido comparando-o com a sua denic~ao XSD,
fazendo assim uso de muito tempo extra e esforco computacional neste processo.
Quer utilizando HTTP quer utilizando HTTPS, o sistema comporta-se sensivelmente
da mesma forma, n~ao tendo sido detectado um acrescimo substancial no atraso do servidor
quando utilizado HTTPS. Por este motivo, n~ao foi considerado necessario mostrar aqui os
resultados obtidos dos testes a este cenario.
Em qualquer uma das simulac~oes efectuadas, a utilizac~ao do processador do servidor
rondou sempre os 90%, nunca tendo ultrapassado os 29% de memoria ocupada no caso do
processo da maquina virtual de Java e 2% no caso do processo do MySQLd referente ao
SGBD.
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Do ponto de vista geral, o servidor IPTV comportou-se de uma forma bastante estavel
e rapida ao longo de todos os testes, tendo somente gerado algumas excepc~oes no caso dos
testes com dez mil clientes, devido a limitac~oes impostas pelo Java ao nvel do numero
maximo de ligac~oes de rede activas simultaneamente. Os valores obtidos do atraso medio
para qualquer mensagem (tabelas 7.2 e 7.4), foram muito satisfatorios tendo em conta o
actual estado de desenvolvimento do servidor implementado.
N~ao foram testadas exaustivamente outras mensagens passiveis de serem enviadas ao
servidor, como e o caso de New User Request ou New User Validation Request, dado que
estas, comparativamente com as restantes, s~ao utilizadas muito esporadicamente pelos
clientes IPTV. Considerando o caso padr~ao, cada utilizador so ira requerer uma unica vez,
em toda a \vida util" da sua conta de utilizador, a evocac~ao de cada um destes dois tipos
de mensagens.
Testes de diferente ndole ou de ndole semelhante mas mais aprofundados e especcos,
poder~ao ser uteis para testar e avaliar de forma mais profunda o desempenho de cada
modulo do servidor, numa fase de desenvolvimento subsequente.
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Conclus~oes e Trabalho Futuro
Este captulo apresenta e discute as conclus~oes retiradas apos pesquisa e desenvolvi-
mento deste trabalho. Aqui tambem ser~ao apresentados alguns topicos de trabalho futuro,
sugest~oes e opini~oes no a^mbito de sistemas IPTV.
Esta Dissertac~ao de Mestrado n~ao se centrou exclusivamente numa so tematica ou
problema, tendo focado diversos topicos relativos a sistemas IPTV no geral. Devido a isso,
a elaborac~ao deste trabalho possibilitou a aprendizagem de multiplos novos conceitos e
tecnologias no a^mbito de sistemas IPTV, bem como a aquisic~ao de uma maior noc~ao do
que e a actualidade e importa^ncia dessa tecnologia.
O sistema implementado contou com uma pesquisa e modelac~ao previa (UML) dos req-
uisitos necessarios e posterior implementac~ao destes utilizando as tecnologias especicadas.
O servidor foi projectado tendo sempre em vista a sua real utilizac~ao, sendo que s~ao
conhecidas as suas actuais limitac~oes e pontos onde e possvel melhorar. Desta forma, este
trabalho e visto como um processo em desenvolvimentos que n~ao termina com a elaborac~ao
deste documento, podendo ser continuado explorando tanto as ideias aqui descritas como
outras que surjam e colmatando as suas actuais decie^ncias.
Decorrente da analise deste documento cou bem patente que o sistema ainda n~ao con-
templa, por exemplo, os mecanismos de seguranca considerados necessarios para garantir
polticas de AAA correctas, sendo este aspecto um dos pontos a melhorar futuramente no
sistema. A implementac~ao de mais tipos de mensagens e tambem um aspecto a considerar
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caso se necessite de adicionar funcionalidades ao servidor. As mensagens XML actualmente
implementadas garantem as funcionalidades basicas do sistema.
Como principio basico desta abordagem, o sistema IPTV n~ao devera actuar isolada-
mente quando a sua integrac~ao com outras tecnologias, sistemas ou servicos for uma mais{
valia. Desta forma, alguns exemplos de sistemas/servicos cuja a integrac~ao no sistema seria
interessante s~ao:
Metadados Busca automatica de multiplas informac~oes sobre os conteudos multimedia
utilizando servicos como o The Internet Movie Database (IMDB), LastFM, etc.;
Legendas Utilizac~ao de um dos muitos servicos disponveis online que facultam legendas
para lmes;
Traduc~ao Utilizac~ao de servicos de traduc~ao automatica de legendas de conteudos mul-
timedia;
Redes sociais Integrac~ao e disponibilidade de acesso a redes sociais como o Facebook, o
Twitter, o hi5 e etc.;
Messaging Integrac~ao de um cliente de Messaging \universal" que suporte protocolos
como AIM, ICQ, IRC, MSN, QQ, SILC, Yahoo, etc. (como e o caso do Pidgin);
Vdeo{chamada Integrac~ao com sistemas de vdeo{chamada e vdeo{confere^ncia, bem
como as redes de comunicac~ao por voz, de modo a permitir efectuar e receber
chamadas, SMSs e Multimedia Messaging Services (MMSs) no equipamento de TV;
Google Integrac~ao com outros servicos da Google como e o caso do Google Wave, Google
Maps, Google Talk, etc.;
E-mail Integrac~ao de um cliente gestor de contas de e-mail (como e o caso do Thunder-
bird);
Geolocalizac~ao Integrac~ao de sistemas de geolocalizac~ao que tornassem possvel, por
exemplo, localizar outros utilizadores do sistema (caso estes permitissem), bens ou
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servicos. O Google Latitude e um exemplo de um servico gratuito actualmente em fun-
cionamento, e que possibilita a partilha da localizac~ao entre utilizadores do mesmo;
Albuns de Fotos Possibilidade de visualizac~ao e construc~ao de apresentac~oes/vdeos com
fotos armazenadas localmente ou em servicos como o Flickr;
Guias tursticos Introduc~ao de guias tursticos interactivos sobre multiplas localizac~oes
no mundo, possuindo estes n~ao so um caracter comercial e publicitario mas tambem
ludico e pedagogico. Este guias tursticos poder~ao possibilitar um grau de interac-
tividade muito elevado, semelhante a um jogo de computador ou software analogo;
E de notar que o local de implementac~ao (cliente IPTV ou servidor IPTV) de cada
item da lista anterior varia consoante a sema^ntica de cada um.
Utilizando este conceito de sistema IPTV universal, uma grande quantidade de servicos
estaria disponvel de uma forma natural no sistema, podendo ser acedidos de forma facil e
padr~ao atraves de qualquer dispositivo que suporte IPTV.
A personalizac~ao da area de ecr~a pode n~ao so ter como objectivo tornar o layout vi-
sualmente mais atractivo, mas tambem possibilitar a denic~ao de \mascaras" contendo
multiplos conteudos de varios tipos, provenientes de diferentes fontes, como adaptar os
conteudos a mostrar a area graca do dispositivo utilizado. A passagem de noticias per-
sonalizadas no roda{pe do sistema de TV, condic~oes meteorologicas, a visualizac~ao de
multiplos conteudos simultaneamente, o estabelecimento de comunicac~oes de vdeo si-
multa^neamente com varios utilizadores, entre outras funcionalidades, s~ao exemplos da
utilizac~ao de \mascaras", caso o dispositivo de visualizac~ao as suporte.
Essas mesmas noticias e conteudos extra poderiam tambem focar as areas de interesses
do utilizador. Um exemplo disso seria o anuncio de um concerto do musico preferido do
utilizador (que vai acontecer para a semana), a evoluc~ao da bolsa de valores ou a informac~ao
de um novo atentado terrorista. Como sera de esperar, as informac~oes automaticas devem
ter em considerac~ao para^metros como o perl do utilizador, o local onde este se encontra
no momento ou a hora do dia e me^s do ano.
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Para tornar a informac~ao ainda mais acessvel, a congurac~ao de alertas via telemovel
(SMS, MMS ou mensagem de voz), e-mail ou outra via, de eventos ou acontecimentos
importantes relativos ao perl e/ou posic~ao actual do utilizador, tambem podera ser con-
siderado.
Cada vez mais se assiste a criac~ao de novos conceitos publicitarios, utilizando todas
as vias comunicativas disponveis. Deste modo, o sistema IPTV projectado possui um
caracter muito interessante neste campo, visto possibilitar a construc~ao e aprendizagem
do perl do utilizador. Com esta informac~ao t~ao especca sobre o utilizador, e possvel
oferecer a este bens e servicos pelo quais ele podera estar verdadeiramente interessado,
dado estarem de acordo com o seu perl. A utilizac~ao de informac~oes como a posic~ao
GPS do utilizador, hora do dia, epoca do ano entre outras, permite a apresentac~ao de
publicidade util, interactiva e completamente personalizavel.
Os sistemas IPTV constituem um avanco tecnologico muito signicativo de caracter
util n~ao so ao utilizador comum mas tambem as empresas. Ja foi aqui mencionada a pos-
sibilidade de criac~ao de publicidade personalizada e interactiva. Uma outra funcionalidade
interessantes deste sistema e a criac~ao facil, versatil e poderosa de canais de televis~ao locais
com conteudos especcos e adaptados as necessidades das entidades, como por exemplo
ginasios, lojas, restaurantes, monumentos, bares, postos de abastecimento, postos de tur-
ismo, avi~oes, transportes publicos (comboios, autocarros, etc.), locais de trabalho, museus,
publicidades institucionais, promoc~ao de eventos, imagens e notcias de transito, etc.
Para alem do sistema permitir a criac~ao de canais de TV acessveis a qualquer utilizador,
o proprio utilizador pode aceder ao seu proprio sistema de TV em qualquer local, quer seja
atraves de um dispositivo movel, computador portatil ou de um sistema de TV com STB
de outra entidade. Deste modo e possvel que, por exemplo, um utilizador continue a ver
o programa que estava a assistir em casa, mesmo que tenha de ir ao ginasio ou fazer um
viagem de comboio demorada. O Utilizador tem assim a possibilidade de levar sempre \a
sua televis~ao" consigo para qualquer lado, mesmo que n~ao possua um dispositivo movel.
A criac~ao de um cart~ao de identicac~ao do utilizador no sistema (com tecnologia Radio-
Frequency IDentication (RFID) ou chip, por exemplo) para facil autenticac~ao, autorizac~ao
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e contabilizac~ao da utilizac~ao do sistema, pode substituir a autenticac~ao normal (login e
password) no sistema em dispositivos publicos, tornando o servico ainda mais acessvel e
disponvel.
Dado que os utilizadores podem possuir a priori dispositivos como consolas de jogos,
computadores desktop, computadores portateis, leitor de Blu-Ray e/ou telemoveis e smart-
phones, devera ser permitida a interacc~ao e partilha de recursos e conteudos entre os sistema
IPTV e estes dispositivos. Esta funcionalidade requer a adic~ao de mais algumas tarefas no
servidor mas depende em muito da implementac~ao especca do cliente IPTV, sendo este
tambem um grande responsavel pela agregac~ao de multiplos servicos e tecnologias.
Tendo em conta as tecnologias existentes, no caso de um sistema IPTV ser implemen-
tado sobre uma rede sem garantias de QoS como e o a Internet, os conteudos multimedia
dever~ao ser partilhados segundo uma poltica P2PTV. Com esta abordagem consegue-se
um servico com melhor qualidade de servico e logo de experie^ncia tambem, onde todos os
dispositivos clientes com mais capacidade de armazenamento actuam como nos consum-
idores e fornecedores de conteudos. Mesmo com esta tecnologia, e sempre necessario a
existe^ncia de \servidores" centrais que introduzem inicialmente e actualizam os conteudos
multimedia nos peers da rede.
Ao nvel do servidor de acesso ao sistema IPTV, uma abordagem de instalac~ao (n~ao
testada) possvel, poderia ser baseada numa arquitectura distribuda com replicac~ao (secc~ao
6.3) utilizando virtualizac~ao de recursos. Deste modo, cada utilizador possui uma conta no
servidor que lhe permite iniciar, terminar e efectuar tarefas na sua maquina virtual, onde
teria virtualmente so para si uma insta^ncia de cada modulo do servidor e um conjunto de
recursos disponveis. Seria assim criado um nvel de isolamento e seguranca nas operac~oes
e tarefas, permitindo tambem uma melhor gest~ao dos recursos computacionais disponveis
no servidor.
No que respeita aos testes exaustivos de desempenho do sistema (secc~ao 7), estes reve-
laram resultados bastante satisfatorios tendo em conta o actual estado de desenvolvimento
e optimizac~ao do servidor. O sistema manteve-se sempre operacional e estavel durante
todas as operac~oes, acontecendo simplesmente algumas excepc~oes nos clientes de teste de-
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vido a connection time out. Estas excepc~oes s~ao devidas a limitac~oes impostas pelo Java
ao nvel do numero maximo de ligac~oes de rede activas simultaneamente.
Desta forma, da-se por terminada esta etapa do desenvolvimento do Servidor IPTV
com Personalizac~ao Automatica de Canais, esperando a continuidade deste trabalho e/ou
do conceito subjacente.
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Anexo A
Diagramas de Base de Dados
Neste anexo encontram-se os diagramas de base de dados que se revestem de maior
importa^ncia tanto na construc~ao como analise e debug da mesma. Os diagramas s~ao auto{
explicativos no que se refere a func~ao e ao tipo de dados de cada campo de cada entidade.
A descric~ao da funcionalidade de cada entidade encontra-se na tabela 4.2. Quaisquer
duvidas no mapeamento entre os tipos de dados personalizados e os reais utilizados no
SGBD, podem ser esclarecidas atraves da consulta da tabela 4.3.
Para consulta dos valores colocados por defeito pelo sistema de inicializac~ao automatica,
e favor consulta o codigo Java fornecido, mais especicamente, a directoria da API
DatabaseAccess e, dentro desta, o cheiro PutInitialValues.java pertencente ao pacote
databaseaccess.initialvalues .
Tal como mencionado no captulo 4.2, pode existir a necessidade de implementar no
servidor uma poltica de restric~ao de conteudos dependente do utilizador nal. Esta re-
stric~ao e controlo podem ser conseguidos atraves da utilizac~ao do conceito de \pacote de
conteudos multimedia", em que so e permitido ao utilizador aceder aos conteudos que
pertencam aos pacotes que este detem e aos conteudos que n~ao possuam qualquer pacote
associado. A gura A.1 exemplica as possveis alterac~oes na BD de modo a implemen-
tar uma poltica de controlo de acesso aos conteudos com base na criac~ao de \pacotes de
conteudos multimedia".
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Figura A.1: Diagrama fsico das novas entidades a introduzir na BD para permitir a criac~ao
de \pacotes de conteudos multimedia".
Seguem-se ent~ao os tre^s diagramas da base de dados em formato completo. Estes s~ao
o diagrama conceptual, o diagrama logico e o diagrama fsico, respectivamente.
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Figura A.2: Diagrama do modelo conceptual da base de dados implementada em notac~ao
Barker.
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Figura A.3: Diagrama do modelo logico da base de dados implementada em notac~ao Barker.
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Anexo A. Diagramas de Base de Dados
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Figura A.4: Diagrama do modelo fsico da base de dados implementada em notac~ao rela-
cional.
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Anexo B
Descric~ao das Mensagens XML e
Respectiva Sintaxe XSD
Este anexo e referente as mensagens denidas para a comunicac~ao entre o servidor IPTV
(mais especicamente, o modulo IPTV Server Core responsavel pela comunicac~ao cliente-
servidor) e um cliente IPTV generico. Para cada tipo de mensagem implementada e possvel
encontrar neste anexo a sua especicac~ao XSD e o diagrama que exprime as relac~oes entre
os elementos e atributos que comp~oem a mensagem. Para cada tipo de mensagem e tambem
mostrado os nomes dos atributos pertencentes a cada elemento XML que a constitu bem
como os seus tipos de dados, valores por defeito, tipo de utilizac~ao (obrigatoria/opcional) e
funcionalidade. Por ultimo, e exemplicada uma insta^ncia especca do tipo de mensagem
em quest~ao para uma melhor compreens~ao da estrutura da mesma.
E de salientar que as mensagens especicadas neste anexo encontram-se totalmente
implementadas no servidor. Tendo todo o servidor sido criado numa perspectiva de pro-
gramac~ao modular, clara e bem organizada, para a alterac~ao ou adic~ao de novas mensagens
e somente necessario alterar ou adicionar tre^s entidades: a classe Java que efectua a val-
idac~ao sintatica e convers~ao dos dados do formato XML para os atributos da classe; o
metodo que executa as tarefas associadas a sema^ntica da mensagem; a arvore de decis~ao
logica que permite, dada uma qualquer mensagem, executar o metodo especco que contem
as tarefas necessarias a sua execuc~ao.
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Para uma facil e rapida expans~ao das funcionalidades de comunicac~ao do servidor IPTV
com o cliente, e possvel utilizar as mensagens do tipo Command Request (secc~ao B.11)
e Command Response (secc~ao B.12) para requerer e responder a requisic~ao de qualquer
comando ou operac~ao.
Como a implementac~ao do cliente IPTV n~ao pode ser totalmente controlada e re-
stringida pelas regras de implementac~ao do servidor, o signicado do conteudo de alguns
campos pode variar. Exemplo disso e um campo com conteudo vazio: em alguns casos o
servidor permite campos vazios (vazio e diferente de null !), sendo que cabe ao cliente a sua
posterior correcta interpretac~ao.
B.1 Mensagem User Authentication
Esta mensagem tem como funcionalidade permitir que um utilizador se autentique e
inicie uma nova sess~ao no servidor IPTV atraves de uma opc~ao para o efeito disponibilizada
pelo cliente IPTV. O servidor ao receber uma mensagem deste tipo ira responder sempre
com uma mensagem Command Response (secc~ao B.12) cujo conteudo indica o sucesso ou
n~ao da operac~ao e possui a descric~ao das possveis falhas ou problemas. No caso de uma
autenticac~ao com sucesso, s~ao ainda enviados na mensagem Command Response todos os
dados relativos ao utilizador que acabou de iniciar sess~ao. Estes dados encontram-se dentro
do elemento XML nested, que se encontra dentro do elemento response, e a sua sintaxe e
exactamente a mesma utilizada na mensagem New User no envio dos dados do utilizador.
A denic~ao formal em XSD para este tipo de mensagem pode ser encontrada de seguida.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML schema f o r the messages ' User Authent icat ion Request ' sent by the IPTV Cl i en t to
the IPTV Server when a user want to l o g i n in the system .
4   >
5 <xs:schema xmlns :xs=" ht tp : //www.w3 . org /2001/XMLSchema">
6 <xs : e l ement name="communication">
7 <xs:complexType>
8 <xs : s equence>
9 <xs : e l ement r e f="command"/>
10 <xs : e l ement r e f=" user "/>
11 </ xs : s equence>
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12 </xs:complexType>
13 </ xs : e l ement>
14 <xs : e l ement name="command">
15 <xs:complexType>
16 <x s : a t t r i b u t e name="name" use=" requ i r ed ">
17 <xs:s impleType>
18 <x s : r e s t r i c t i o n base=" x s : s t r i n g ">
19 <xs :enumerat ion value="UserAuthent icat ionRequest "/>
20 </ x s : r e s t r i c t i o n>
21 </ xs :s impleType>
22 </ x s : a t t r i b u t e>
23 </xs:complexType>
24 </ xs : e l ement>
25 <xs : e l ement name=" user ">
26 <xs:complexType>
27 <x s : a t t r i b u t e name="password" type=" x s : s t r i n g " use=" requ i r ed "/>
28 <x s : a t t r i b u t e name="name" type=" x s : s t r i n g " use=" requ i r ed "/>
29 <x s : a t t r i b u t e name=" ipaddre s s " type=" x s : s t r i n g " use=" requ i r ed "/>
30 <x s : a t t r i b u t e name="os " type=" x s : s t r i n g " use=" requ i r ed "/>
31 <x s : a t t r i b u t e name="browser " type=" x s : s t r i n g " use=" requ i r ed "/>
32 <x s : a t t r i b u t e name=" temperature " type=" xs :dec ima l " use=" opt i ona l "/>
33 <x s : a t t r i b u t e name="hardware" type=" x s : s t r i n g " use=" requ i r ed "/>
34 <x s : a t t r i b u t e name=" l a t i t u d e " type=" xs :dec ima l " use=" opt i ona l "/>
35 <x s : a t t r i b u t e name=" long i tude " type=" xs :dec ima l " use=" opt i ona l "/>
36 <x s : a t t r i b u t e name="watchingmode" type=" x s : s t r i n g " use=" opt i ona l "/>
37 </xs:complexType>
38 </ xs : e l ement>
39 </xs:schema>
Esta denic~ao pode ainda ser visualizada de uma forma mais intuitiva e compacta
atraves do diagrama da gura B.1.
A tabela B.1 descreve, para cada elemento da mensagem XML, o nome dos seus atribu-
tos bem como o tipo de dados permitido, tipo de utilizac~ao (obrigatoria/opcional) e valores
por defeito.
Descrita toda a sintaxe para este tipo de mensagem enviada pelo cliente para o servi-
dor IPTV com um pedido de autenticac~ao de um utilizador, segue-se agora a descric~ao
sema^ntica e funcional de cada elemento XML e seus atributos (quando estes existem).
Elemento comunication Este elemento XML e obrigatorio e e a \raz" da arvore XML
denida pela mensagem. A sua funcionalidade restringe-se a ser o elemento base
que contem todos os outros semanticamente mais importantes e n~ao possui atributos
especcos.
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communication
command
attributes
name
user
attributes
password
name
ipaddress
os
browser
temperature
hardware
latitude
longitude
watchingmode
Figura B.1: Diagrama das relac~oes entre os elementos e atributos para mensagens do tipo
User Authentication.
Elemento Nome do
Atributo
Tipo do
Atributo
Uso do
Atributo
Default do
Atributo
communication { { { {
command name string obrigatorio {
user
password string obrigatorio {
name string obrigatorio {
ipaddress string obrigatorio {
os string obrigatorio {
browser string obrigatorio {
temperature decimal opcional {
hardware string obrigatorio {
latitude decimal opcional {
longitude decimal opcional {
watchingmode string opcional {
Tabela B.1: Tabela dos elementos e atributos para mensagens do tipo User Authentication
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Elemento command Este elemento obrigatorio dene e identica o tipo de mensagem
de que se trata. Para o caso de mensagens User Authentication este elemento possui
sempre o seu unico atributo (que tambem e obrigatorio) \name" com o valor igual a
\UserAuthenticationRequest", que e o identicador deste tipo de mensagens.
Elemento user Este elemento XML obrigatorio contem nos seus atributos a informac~ao
util relativa ao pedido de autenticac~ao de um utilizador. Os atributos deste elemento
e sua sema^ntica s~ao:
password Atributo obrigatorio que contem a password do utilizador previamente
encriptada atraves de um algoritmo de encriptac~ao que no caso podera ser o
MD5. Tem como funcionalidade permitir alguma privacidade e seguranca no
acesso ao sistema bem como a identicac~ao do utilizador em conjunto com o
user name;
name Atributo obrigatorio que contem o nome do utilizador relativo a sua conta
no sistema (user name). Tem como funcionalidade permitir alguma privacidade
e seguranca no acesso ao sistema bem como a identicac~ao do utilizador em
conjunto com a password ;
ipaddress Atributo obrigatorio que contem o endereco IP da maquina que o uti-
lizador esta a utilizar para tentar aceder ao sistema. Permite a identicac~ao da
provenie^ncia da tentativa de acesso ao servico bem como possveis polticas de
bloqueio e seguranca;
os Atributo obrigatorio que contem o nome do Sistema Operativo (Windows XP,
Ubuntu 9.04, Mac OS X, etc.) que o utilizador esta a operar aquando a tenta-
tiva de acesso ao servidor IPTV. Tem como funcionalidade permitir uma maior
parametrizac~ao do servico disponibilizado, adaptando-se a possveis especici-
dades do Sistema Operativo em uso.
browser Atributo obrigatorio que, caso o acesso esteja a ser efectuado por um cliente
web, contem o nome do browser (programa de acesso a Internet como por ex-
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emplo o Internet Explorer, Mozilla Firefox, etc.) que esta a ser utilizado e
o URI base do servico, separados por \ " { underscore (exemplo: \Mozilla
Firefox http://www.omeuclieteIPTV.com"). Caso o acesso seja efectuado por
um cliente n~ao web (por exemplo, um programa desktop ou mobile), este atrib-
uto contem o nome do programa que esta a ser utilizado (exemplo: \oMeu-
ClienteIPTV"). Este campo serve essencialmente para parametrizar o servico
disponibilizado relativamente ao tipo de cliente IPTV em uso;
temperature Atributo opcional que, caso o sistema computacional possua hardware
que meca a temperatura ambiente sentida pelo utilizador, contem a mesma em
graus Celsius. Caso contrario, este atributo n~ao existe no elemento user da
mensagem XML. Este campo tem como funcionalidade permitir que o sistema
obtenha informac~oes mais especcas sobre o ambiente em que o utilizador se
encontra de forma a melhor parametrizar o servico disponibilizado. Caso o
dispositivo do utilizador n~ao possua as funcionalidades de termometro nem de
GPS, o cliente IPTV devera possibilitar a introduc~ao textual da morada, cidade
ou, no limite, o pas onde o utilizador se encontra, e posteriormente determinar
a temperatura local recorrendo a servicos gratuitos como o AccuWeather;
hardware Atributo obrigatorio que identica o hardware do sistema computacional
utilizado na tentativa de acesso ao sistema. Este atributo serve para distinguir
os varios tipos de dispositivos que podem ser utilizados no acesso ao sistema e
assim disponibilizar um servico mais escalavel e proximo das reais capacidades
do equipamento em uso;
latitude Atributo opcional que, caso o sistema computacional possua hardware de
geolocalizac~ao (GPS), contem o valor medido para a latitude da actual posic~ao
do utilizador. Este atributo, conjuntamente com o atributo longitude, tem como
funcionalidade permitir que o sistema de IPTV obtenha informac~oes mais es-
peccas sobre o ambiente em que o utilizador se encontra de forma a melhorar
a parametrizac~ao do servico disponibilizado;
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longitude Atributo opcional que, caso o sistema computacional possua hardware de
geolocalizac~ao (GPS), contem o valor medido para a longitude da actual posic~ao
do utilizador. Este atributo, conjuntamente com o atributo latitude, tem como
funcionalidade permitir que o sistema obtenha informac~oes mais especcas so-
bre o ambiente em que o utilizador se encontra de forma a melhor parametrizar
o servico disponibilizado. Caso o dispositivo do utilizador n~ao possua a fun-
cionalidade de GPS, o cliente IPTV devera possibilitar a introduc~ao textual da
morada, cidade ou, no limite, o pas onde o utilizador se encontra, e posteri-
ormente calcular as coordenadas GPS aproximadas dessa mesma localizac~ao,
recorrendo a servicos como o Google Maps ;
watchingmode Atributo opcional que contem o modo de visualizac~ao que o uti-
lizador deseja usar quando inicia a sess~ao no sistema IPTV. Sendo este atributo
opcional, quando o mesmo n~ao e especicado e assumido o modo de visualizac~ao
denominado por alone. E de notar que este atributo, com ou sem valor inicial,
dene um para^metro do servidor IPTV que pode ser alterado a qualquer mo-
mento durante a utilizac~ao do sistema sem necessidade de terminar e voltar a
iniciar sess~ao (no caso da utilizac~ao de modos n~ao limitadores da utilizac~ao do
servico - controlo parental). Esta funcionalidade pode ser comparada aos estados
\online", \ausente", \ocupado", entre outros, disponibilizados geralmente pelos
programas de Instant messaging. A funcionalidade deste atributo tem a ver
com a parametrizac~ao dina^mica do sistema, permitindo permutar de forma facil
entre diferentes modos que reectem o ambiente de visualizac~ao dos conteudos
bem como os proprios estados de esprito do utilizador ou um possvel controlo
parental. Neste ultimo caso (controlo parental), a utilizac~ao de um modo que
limite a utilizac~ao do sistema pode obrigar a introduc~ao das credenciais de acesso
para permitir efectuar algumas tarefas bloqueadas, inclusive mudar o proprio
modo de visualizac~ao.
Um exemplo de instanciac~ao deste modelo de mensagens numa mensagem XML (com
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todos os elementos e atributos possveis) que requer uma operac~ao de autenticac~ao de um
utilizador, pode ser visto seguidamente.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML to be sent by the IPTV Cl i en t to the IPTV Server when a user want to l o g i n in the
system .
4   >
5 <communication xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
6 <command name="UserAuthent icat ionRequest "/>
7 <user name=" j o a o f f r " password="6d6b9d0cfe9f35b4d8ba5874931d914d "
ipaddre s s=" 212 . 452 . 76 . 23 " os="Ubuntu 9 .04 " browser="Moz i l l a F i r e f ox 3 .5 "
temperature=" 15 .7 " hardware="AMD Athlon X3" l a t i t u d e=" 0 .0 " l ong i tude=" 0 .0 "
watchingmode=" a l l o n e "/>
8 </communication>
B.2 Mensagem User Deauthentication
Esta mensagem tem como funcionalidade permitir que um utilizador termine a sua
sess~ao (previamente iniciada) de forma regular no servidor IPTV atraves de uma opc~ao
para o efeito disponibilizada pelo cliente IPTV. E de notar que o servidor ao receber
uma mensagem deste tipo ira responder sempre com uma mensagem Command Response
(secc~ao B.12) cujo conteudo indica o sucesso ou n~ao da operac~ao. Caso a operac~ao falhe,
apresenta a descric~ao das possveis falhas ou problemas detectados.
De seguida encontra-se a denic~ao formal em XSD para este tipo de mensagem.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML schema f o r the messages ' User Deauthent icat ion Request ' sent by the IPTV Cl i en t to
the IPTV Server when a user want to logout from the system .
4   >
5 <xs:schema xmlns :xs=" ht tp : //www.w3 . org /2001/XMLSchema">
6 <xs : e l ement name="communication">
7 <xs:complexType>
8 <xs : s equence>
9 <xs : e l ement r e f="command"/>
10 <xs : e l ement r e f=" user "/>
11 </ xs : s equence>
12 </xs:complexType>
13 </ xs : e l ement>
14 <xs : e l ement name="command">
15 <xs:complexType>
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16 <x s : a t t r i b u t e name="name" use=" requ i r ed ">
17 <xs:s impleType>
18 <x s : r e s t r i c t i o n base=" x s : s t r i n g ">
19 <xs :enumerat ion value="UserDeauthent icat ionRequest "/>
20 </ x s : r e s t r i c t i o n>
21 </ xs :s impleType>
22 </ x s : a t t r i b u t e>
23 </xs:complexType>
24 </ xs : e l ement>
25 <xs : e l ement name=" user ">
26 <xs:complexType>
27 <x s : a t t r i b u t e name=" s e s s i o n i d " type=" x s : s t r i n g " use=" requ i r ed "/>
28 <x s : a t t r i b u t e name=" se s s i on code " type=" x s : s t r i n g " use=" requ i r ed "/>
29 </xs:complexType>
30 </ xs : e l ement>
31 </xs:schema>
A estrutura deste tipo de mensagem pode ainda ser visualizada de uma forma mais
intuitiva e compacta atraves do diagrama da gura B.2.
A tabela B.2 descreve, para cada elemento da mensagem XML, o nome dos seus atribu-
tos bem como o tipo de dados permitido, tipo de utilizac~ao (obrigatoria/opcional) e valores
denidos por defeito.
Descrita toda a sintaxe para este tipo de mensagem enviada pelo cliente para o servidor
IPTV com um pedido de m de sess~ao previamente iniciada pelo utilizador, segue-se agora
a descric~ao sema^ntica e funcional de cada elemento XML e seus atributos (quando estes
existem).
Elemento comunication Este elemento XML e obrigatorio e e a \raz" da arvore XML
communication
command
attributes
name
user
attributes
sessionid
sessioncode
Figura B.2: Diagrama das relac~oes entre os elementos e atributos para mensagens do tipo
User Deauthentication.
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Elemento Nome do
Atributo
Tipo do
Atributo
Uso do
Atributo
Default do
Atributo
communication { { { {
command name string obrigatorio {
user
sessionid long obrigatorio {
sessioncode string obrigatorio {
Tabela B.2: Tabela dos elementos e atributos para mensagens do tipo User Deauthentica-
tion
denida pela mensagem. A sua funcionalidade restringe-se a ser o elemento base que
contem todos os outros semanticamente mais importantes e n~ao possui quaisquer
atributos especcos.
Elemento command Este elemento obrigatorio dene e identica o tipo de mensagem de
que se trata. Para o caso de mensagens User Deauthentication este elemento possui
sempre o seu unico atributo (que tambem e obrigatorio) \name" com o valor igual a
\UserDeauthenticationRequest", que e o identicador deste tipo de mensagens.
Elemento user Este elemento XML obrigatorio contem nos seus atributos a informac~ao
util que sera usada para efectuar o fecho da corrente sess~ao do utilizador no sistema.
Os atributos deste elemento e sua sema^ntica s~ao:
sessionid Atributo obrigatorio que contem um identicador numerico que permite
relacionar o utilizador com a sua actual sess~ao activa no sistema. Tal como no
caso deste tipo de mensagem (que identica uma operac~ao), sempre que uma
operac~ao (sobre a forma de uma mensagem XML) que necessite de ser requirida
por um utilizador autenticado para se realizar seja enviada ao servidor IPTV,
este atributo conjuntamente com o sessioncode tera de ser enviado num elemento
user possuindo valores validos. Isto deve-se n~ao so a necessidade de identicac~ao
do utilizador que requer a operac~ao mas tambem ao estabelecimento de polticas
de seguranca e autenticac~ao;
sessioncode Atributo obrigatorio que contem uma cadeia de caracteres que permite
ao sistema vericar a autenticidade da operac~ao requisitada pela mensagem
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XML. Este campo em conjunto com o sessionid permite a identicac~ao da sess~ao
do utilizador no sistema (se esta existir) e permite tambem o estabelecimento
de polticas de seguranca na realizac~ao das operac~oes.
Um exemplo de uma insta^ncia XML deste modelo de mensagens que requer uma
operac~ao de m de sess~ao de um utilizador, pode ser visto seguidamente.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML to be sent by the IPTV Cl i en t to the IPTV Server when a user want to logout from
the system .
4 NOTE: ' s e s s i oncode ' should not have the ' s e s s i o n i d ' at the end . This should have
exac t l y 32 cha ra c t e r s .
5   >
6 <communication xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
7 <command name="UserDeauthent icat ionRequest "/>
8 <user s e s s i o n i d="10" s e s s i oncode="1 fea143b66b02696ead45f facb792347 "/>
9 </communication>
B.3 Mensagem New User
Este tipo de mensagem permite que sejam adicionados novos utilizadores ao sistema
de uma forma interactiva. Assim sendo, o cliente IPTV so necessita recolher os dados
necessarios relativos ao novo utilizador e enviar uma mensagem XML deste tipo para o
servidor IPTV. Este ira responder sempre com uma mensagem Command Response (secc~ao
B.12), cujo conteudo varia de acordo com a correcc~ao sintatica e sema^ntica dos dados
enviados, podendo a criac~ao do novo utilizador suceder ou falhar. No caso da existe^ncia
de alguma falha, e apresentada a descric~ao da mesma bem como uma possvel causa.
Devido ao facto da denic~ao formal em XSD para este tipo de mensagem ser muito
extensa, esta n~ao consta deste documento, podendo ser encontrada na directoria
\IPTVFiles/xml/NewUserRequest-Communication.xsd" presente na pasta que contem
o codigo do servidor.
Esta denic~ao pode ainda ser visualizada de uma forma mais intuitiva e compacta
atraves do diagrama da gura B.3.
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communication
command
attributes
name
userlogin
attributes
pass
name
userdataform
profession
attributes
value
gender
attributes
value
relationshipstatus
attributes
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fullname
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displayname
attributes
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birthdate
attributes
value
email
attributes
value
photopath
attributes
value
languages lang
1..
attributes
rate
name
ismain
userinterestareas area
1..
attributes
rate
id8
8
Figura B.3: Diagrama das relac~oes entre os elementos e atributos para mensagens do tipo
New User.
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A tabela B.3 descreve, para cada elemento da mensagem XML, o nome dos seus atribu-
tos bem como o tipo de dados permitido, tipo de utilizac~ao (obrigatoria/opcional) e valores
por defeito.
Descrita toda a sintaxe para este tipo de mensagem enviada pelo cliente para o servi-
dor IPTV com um pedido de registo de um novo utilizador do sistema, segue-se agora
a descric~ao sema^ntica e funcional de cada elemento XML e seus atributos (quando estes
existem).
Elemento comunication Este elemento XML e obrigatorio e e a \raz" da arvore XML
denida pela mensagem. A sua funcionalidade restringe-se a ser o elemento base
que contem todos os outros semanticamente mais importantes e n~ao possui atributos
especcos.
Elemento command Este elemento obrigatorio dene e identica o tipo de mensagem
de que se trata. Para o caso de mensagens New User este elemento possui sem-
pre o seu unico atributo (que tambem e obrigatorio) \name" com o valor igual a
\NewUserRequest", que e o identicador deste tipo de mensagens.
Elemento userlogin Este elemento XML obrigatorio contem nos seus atributos a in-
formac~ao que sera utilizada para futura autenticac~ao no sistema. E de notar que
um utilizador n~ao se podera autenticar pela primeira vez no sistema sem efectuar a
validac~ao da sua nova conta. Os atributos deste elemento e sua sema^ntica s~ao:
name Atributo obrigatorio que contem o nome do utilizador relativo a sua conta
no sistema (user name). Tem como funcionalidade permitir alguma privacidade
e seguranca no acesso ao sistema bem como a identicac~ao do utilizador em
conjunto com a sua password ;
pass Atributo opcional que contem uma password do utilizador previamente encrip-
tada atraves de um algoritmo de encriptac~ao que no caso podera ser o MD5.
Este atributo e opcional devido a ser sempre necessaria a sua alterac~ao durante
o processo de validac~ao da nova conta do utilizador. Caso n~ao seja especicada
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Elemento Nome do
Atributo
Tipo do
Atributo
Uso do
Atributo
Default do
Atributo
communication { { { {
command name string obrigatorio {
userlogin
name string obrigatorio {
pass string opcional {
userdataform { { { {
profession value string obrigatorio {
gender value string obrigatorio {
relationshipstatus value string obrigatorio {
fullname value string obrigatorio {
displayname value string obrigatorio {
birthdate value string obrigatorio {
email value string obrigatorio {
photopath value string obrigatorio {
languages { { { {
lang
rate decimal obrigatorio {
name string obrigatorio {
ismain byte obrigatorio {
userinterestareas { { { {
area
rate decimal obrigatorio {
id string obrigatorio {
Tabela B.3: Tabela dos elementos e atributos para mensagens do tipo New User
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um valor para este atributo, sera gerada uma password aleatoria que sera al-
terada aquando da validac~ao da conta. Este atributo tem como funcionalidade
permitir a identicac~ao do utilizador em conjunto com o user name bem como
conferir seguranca no processo de validac~ao da conta do utilizador no sistema.
Elemento userdataform Este elemento XML obrigatorio e o elemento aglutinador dos
dados relativos ao perl geral do utilizador. A sua funcionalidade restringe-se a ser
o elemento base que contem todos os outros elementos que com informac~ao sobre o
nome, data de nascimento, sexo, pross~ao, entre outros, relativos ao novo utilizador,
n~ao possuindo qualquer atributo especco.
Elemento profession Este elemento obrigatorio identica, atraves do seu unico atributo
(tambem obrigatorio) \value", a pross~ao ou ocupac~ao do novo utilizador. Este
elemento e respectivo atributo tem como funcionalidade fornecer informac~ao para a
construc~ao inicial do perl do utilizador.
Elemento gender Este elemento obrigatorio identica, atraves do seu unico atributo
(tambem obrigatorio) \value", o sexo do novo utilizador. Este elemento e respectivo
atributo tem como funcionalidade fornecer informac~ao para a construc~ao inicial do
perl do utilizador.
Elemento relationshipstatus Este elemento obrigatorio identica, atraves do seu unico
atributo (tambem obrigatorio) \value", o actual estado civil do novo utilizador (casado,
solteiro, divorciado, etc.). Este elemento e respectivo atributo tem como funcionali-
dade fornecer informac~ao para a construc~ao inicial do perl do utilizador.
Elemento fullname Este elemento obrigatorio identica, atraves do seu unico atributo
(tambem obrigatorio) \value", o nome completo do novo utilizador. Este elemento e
respectivo atributo tem como funcionalidade fornecer informac~ao para a construc~ao
inicial do perl do utilizador.
Elemento displayname Este elemento obrigatorio identica, atraves do seu unico atrib-
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uto (tambem obrigatorio) \value", o nome que o novo utilizador deseja que seja
mostrado na aplicac~ao, que podera ser igual ou diferente do user name, e devera ser
mais curto que o seu nome completo. Este elemento e respectivo atributo tem como
funcionalidade fornecer informac~ao para a construc~ao inicial do perl do utilizador.
Elemento birthdate Este elemento obrigatorio identica, atraves do seu unico atributo
(tambem obrigatorio) \value", a data de nascimento do novo utilizador. Este el-
emento e respectivo atributo tem como funcionalidade fornecer informac~ao para a
construc~ao inicial do perl do utilizador e personalizac~ao do mesmo.
Elemento email Este elemento obrigatorio identica, atraves do seu atributo obrigatorio
unico \value", o endereco de e-mail do novo utilizador. Devido ao sistema poder
fazer uso desta forma de comunicac~ao para multiplos ns, a presenca e correcc~ao
deste atributo e muito importante. Este elemento e respectivo atributo tem como
funcionalidade fornecer informac~ao para a construc~ao inicial do perl do utilizador.
Elemento photopath Este elemento obrigatorio identica, atraves do seu unico atrib-
uto (tambem obrigatorio) \value", a fotograa ou avatar do novo utilizador. Cada
utilizador so podera exibir uma imagem associada a sua conta. Esta pode estar local-
izada no servidor IPTV ou em qualquer outro recurso acessvel atraves da Internet, e
por isso a utilizac~ao deste atributo. Caso o valor deste campo seja vazio ou invalido,
cabe ao cliente IPTV denir uma poltica para contornar este problema, como por
exemplo considerar uma imagem por defeito. Este elemento e respectivo atributo
tem como funcionalidade permitir uma maior personalizac~ao do sistema.
Elemento languages Este elemento XML opcional e o elemento aglutinador da declarac~ao
das multiplas lnguas que o utilizador compreende. A sua funcionalidade restringe-se
a ser o elemento base que contem a especicac~ao dos idiomas compreendidos pelo
novo utilizador n~ao possuindo qualquer atributo especco. Este e opcional para que
a recolha da informac~ao inicial do registo n~ao seja demasiado exaustiva e extensa,
sendo que caso n~ao seja especicado sera assumida uma lngua principal por defeito
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que dependente da implementac~ao do sistema. No caso da implementac~ao actual, o
idioma por defeito e o Ingle^s.
Elemento lang Este elemento XML obrigatorio (no caso do seu elemento agregador lan-
guages existir) especca um idioma compreendido segundo um determinado nvel
pelo novo utilizador. Permite a denic~ao de multiplos idiomas e a marcac~ao de uma
ou mais destes como lnguas principais. E tambem possvel a denic~ao de um nvel de
compreens~ao associado a cada idioma. As principais raz~oes da existe^ncia deste tipo
de elementos deve-se a possibilidade de personalizac~ao lingustica do cliente IPTV
e tambem possibilitar que conteudos multimedia nos idiomas compreendidos pos-
suam uma maior releva^ncia aquando os processos de sugest~ao e/ou apresentac~ao dos
mesmos. Os atributos deste elemento e sua sema^ntica s~ao:
name Atributo obrigatorio que contem o nome do idioma denido atraves dos
codigos alfabeticos internacionais (pt-Portuguese, en-English, etc. { ver pagina
http://msdn.microsoft.com/en-us/library/ms533052(VS.85).aspx). Permite a
distinc~ao de uma forma padr~ao e inequvoca dos multiplos idiomas suportados;
rate Atributo obrigatorio que dene um nvel de domnio/compreens~ao da linguagem
no intervalo [0.0, 1.0] (valor normalizado de uma percentagem irracional de
valor mnimo 0.0% e valor maximo 100.0%), em que o valor mnimo dene
uma compreens~ao mnima/nula, e o valor maximo dene uma compreens~ao to-
tal/maxima. Este atributo permite estabelecer uma hierarquia entre os idiomas
compreendidos pelo utilizador, determinada pelo grau de domnio deste;
ismain Atributo obrigatorio que indica se o idioma em causa e considerado uma
\lngua materna" para o utilizador. Quando uma lngua e assinalada como
\materna", e considerada mais preponderante que uma outra n~ao \materna"
com um nvel de compreens~ao semelhante. E de notar que multiplos idiomas
podem ser considerados maternos.
Elemento userinterestareas Este elemento XML opcional e o elemento aglutinador da
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declarac~ao das multiplas areas de interesse que o utilizador pode assinalar aquando
o seu registo no sistema. A sua funcionalidade restringe-se a ser o elemento base
que contem a especicac~ao das multiplas areas de interesse preferidas pelo novo
utilizador. E de notar que estas areas de interesse s~ao aplicadas por defeito ao
modo de visualizac~ao (watching mode) alone. As areas de interesse referentes os
restantes modos de visualizac~ao bem como ao modo alone podem ser conguradas
manualmente apos a criac~ao da conta no sistema. Este elemento e opcional para que
a recolha da informac~ao inicial aquando o registo n~ao seja demasiado exaustiva e
extensa. Caso este elemento n~ao seja especicado, sera assumido inicialmente que o
utilizador tem igual prefere^ncia por qualquer area de interesse existente no sistema,
considerando assim que a \raz" 0 do grafo possui prefere^ncia 0:5.
Elemento area Este elemento XML obrigatorio (no caso do seu elemento agregador user-
interestareas existir) determina a denic~ao inicial da prefere^ncia relativa a uma area
de interesse especca. Permite a denic~ao do interesse relativo a multiplas areas de
interesse, sejam elas preferidas ou detestadas. Estes elementos existem com o intuito
de possibilitar ao utilizador denir uma base inicial mais restrita para a construc~ao
dina^mica do seu perl. Os atributos deste elemento e sua sema^ntica s~ao:
id Atributo obrigatorio que contem o identicador unico da area de interesse seguindo
uma metodologia organizada em arvore com uma sintaxe inspirada na sintaxe
das MIBs (protocolo SNMP) dos equipamentos de rede (ver exemplo na pagina
http://www.geocities.com/SiliconValley/Vista/5635/cap6.html). Este identi-
cador por si so traduz uma area de interesse especca e tambem determina
quais as super-areas das quais deriva;
rate Atributo obrigatorio que dene um nvel de prefere^ncia que o utilizador tem
pela area de interesse em quest~ao. Este valor situa-se no intervalo [0.0, 1.0]
(valor normalizado de uma percentagem irracional de valor mnimo 0.0% e valor
maximo 100.0%), em que o valor mnimo dene uma prefere^ncia mnima/nula,
e o valor maximo dene uma prefere^ncia maxima/total. Este atributo permite
170
Anexo B. Descric~ao das Mensagens XML e Respectiva Sintaxe XSD
denir as prefere^ncias iniciais do utilizador de uma forma numerica ponderada,
situando o utilizador numa sub-regi~ao do universo de todas as areas de interesse
disponveis.
Um exemplo de instanciac~ao deste modelo de mensagens numa mensagem XML (com
todos os elementos e atributos possveis) que requer uma operac~ao de registo de um novo
utilizador, pode ser visto seguidamente.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML sent by the IPTV Cl i en t to the IPTV Server with a reques t f o r a new user r e g i s t e r .
4 This message conta in a l l the data f o r a l l the f i e l d s needed f o r the new user c r e a t i on .
5   >
6 <communication xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
7 <command name="NewUserRequest"/>
8 <u s e r l o g i n name="pmfm"/>
9
10 <userdataform>
11 <p r o f e s s i o n value=" eng inee r "/>
12 <gender value="male"/>
13 <r e l a t i o n s h i p s t a t u s value=" s i n g l e "/>
14 <fu l lname value="Paulo Martins Fe r r e i r a Marcelo "/>
15 <displayname value="Paulo Martins "/>
16 <b i r thdate value="1976 10 22 01 : 0 0 : 0 0 "/>
17 <emai l va lue="paulo . marcelo@gmail . com"/>
18 <photopath value=" ht tp : //www.pmfm. com/myPhoto . jpg "/>
19 <languages>
20 <lang name="portuguese " ismain="1" ra t e=" 0 .95 "/>
21 <lang name=" eng l i s h " ismain="0" ra t e=" 0 .8 "/>
22 <lang name=" f rench " ismain="0" ra t e=" 0 .3 "/>
23 <lang name=" spanish " ismain="0" ra t e=" 0 .6 "/>
24 </ languages>
25 </ userdataform>
26
27 <u s e r i n t e r e s t a r e a s>
28 <area id=" 0 .1 " ra t e=" 1 .0 "/>
29 <area id=" 0 .2 " ra t e=" 0.2323 "/>
30 <area id=" 0 . 2 . 1 " ra t e=" 0 .3 "/>
31 <area id=" 0 . 2 . 3 " ra t e=" 0 .5 "/>
32 <area id=" 0 .3 " ra t e=" 0.123 "/>
33 <area id=" 0 . 3 . 1 " ra t e=" 0 .22 "/>
34 <area id=" 0 .4 " ra t e=" 0 .0 "/>
35 </ u s e r i n t e r e s t a r e a s>
36 </communication>
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B.4 Mensagem New User Validation
Este tipo de mensagem permite que um utilizador previamente registado efectue a
validac~ao e activac~ao da sua nova conta. Somente deste modo e possvel iniciar uma
sess~ao no servidor IPTV pela primeira vez com essa mesma conta. O processo que permite
ao utilizador validar a sua conta depende da implementac~ao do cliente IPTV, sendo que
passa necessariamente pela mudanca ou vericac~ao da password atribuda ou especicada
aquando o registo do utilizador. Esta pequena operac~ao de validac~ao da conta e possvel
mudanca da password subjacente, confere um pouco mais de seguranca na criac~ao de contas
no sistema. O servidor, ao receber uma mensagem deste tipo, ira responder sempre com
uma mensagem Command Response (secc~ao B.12) cujo conteudo indica o sucesso ou falha
da operac~ao, possuindo uma descric~ao dos possveis erros ou problemas caso a operac~ao n~ao
seja bem sucedida. A denic~ao formal em XSD para este tipo de mensagem encontra-se
seguidamente.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML Schema f o r the 'New User Va l idat ion Request ' messages sent by the IPTV Cl i en t to
the IPTV Server .
4   >
5 <xs:schema xmlns :xs=" ht tp : //www.w3 . org /2001/XMLSchema">
6 <xs : e l ement name=" u s e r v a l i d a t i o n ">
7 <xs:complexType>
8 <x s : a t t r i b u t e name=" use ro ldpa s s " type=" x s : s t r i n g " use=" requ i r ed "/>
9 <x s : a t t r i b u t e name="usernewpass " type=" x s : s t r i n g " use=" requ i r ed "/>
10 <x s : a t t r i b u t e name="username" type=" x s : s t r i n g " use=" requ i r ed "/>
11 </xs:complexType>
12 </ xs : e l ement>
13 <xs : e l ement name="communication">
14 <xs:complexType>
15 <xs : s equence>
16 <xs : e l ement r e f="command"/>
17 <xs : e l ement r e f=" u s e r v a l i d a t i o n "/>
18 </ xs : s equence>
19 </xs:complexType>
20 </ xs : e l ement>
21 <xs : e l ement name="command">
22 <xs:complexType>
23 <x s : a t t r i b u t e name="name" use=" requ i r ed ">
24 <xs:s impleType>
25 <x s : r e s t r i c t i o n base=" x s : s t r i n g ">
26 <xs :enumerat ion value="NewUserValidationRequest "/>
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27 </ x s : r e s t r i c t i o n>
28 </ xs :s impleType>
29 </ x s : a t t r i b u t e>
30 </xs:complexType>
31 </ xs : e l ement>
32 </xs:schema>
Esta denic~ao pode ainda ser visualizada de uma forma mais intuitiva e compacta
atraves do diagrama da gura B.4.
A tabela B.4 descreve, para cada elemento da mensagem XML, o nome dos seus atribu-
tos bem como o tipo de dados permitido, tipo de utilizac~ao (obrigatoria/opcional) e valores
por defeito.
Descrita toda a sintaxe deste tipo de mensagem enviada pelo cliente para o servidor
IPTV com um pedido de validac~ao da conta criada previamente pelo utilizador no sistema,
segue-se agora a descric~ao sema^ntica e funcional de cada elemento XML e dos seus atributos
(quando estes existem).
Elemento comunication Este elemento XML e obrigatorio, sendo mesmo a \raz" da
arvore XML denida pela mensagem. A sua funcionalidade restringe-se ao facto de
ser o elemento base que contem todos os outros semanticamente mais importantes,
n~ao possuindo atributos especcos.
Elemento command Este elemento obrigatorio dene e identica o tipo de mensagem
de que se trata. Para o caso de mensagens do tipo New User Validation, este elemento
communication
command
attributes
name
uservalidation
attributes
useroldpass
usernewpass
username
Figura B.4: Diagrama das relac~oes entre os elementos e atributos para mensagens do tipo
New User Validation.
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Elemento Nome do
Atributo
Tipo do
Atributo
Uso do
Atributo
Default do
Atributo
communication { { { {
command name string obrigatorio {
uservalidation
username string obrigatorio {
useroldpass string obrigatorio {
usernewpass string obrigatorio {
Tabela B.4: Tabela dos elementos e atributos para mensagens do tipo New User Validation
possui sempre o seu unico atributo (que tambem e obrigatorio) \name" com o valor
igual a \NewUserValidationRequest", que funciona como identicador deste tipo de
mensagens.
Elemento uservalidation Este elemento XML obrigatorio contem nos seus atributos a
informac~ao util relativa ao pedido de validac~ao e activac~ao da conta do utilizador.
Os atributos deste elemento e sua sema^ntica s~ao:
username Atributo obrigatorio que contem o nome do utilizador relativo a sua
conta no sistema (user name). Este atributo tem como funcionalidade per-
mitir a identicac~ao e autenticac~ao do utilizador em conjunto com o atributo
useroldpass ;
useroldpass Atributo obrigatorio que contem a password do utilizador especicada
antes da validac~ao codicada no formato MD5. Esta corresponde a password
denida durante o processo de registo do novo utilizador, seja ela uma password
especicada pelo mesmo ou auto-gerada pelo sistema. Este atributo tem como
funcionalidade permitir a identicac~ao e autenticac~ao do utilizador em conjunto
com o atributo username;
usernewpass Atributo obrigatorio que contem a nova password (em MD5) que o
utilizador deseja denir como sendo a sua nova palavra-chave de acesso ao sis-
tema apos a validac~ao da conta. Esta podera ser igual ou diferente da password
denida anteriormente. A mudanca de password possui mais sentido quando
a anterior foi denida com recurso a gerac~ao automatica durante o registo do
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utilizador. Independentemente disso, este atributo tera de existir sempre no
elemento uservalidation e devera possuir um valor valido.
Um exemplo de instanciac~ao deste modelo de mensagens numa mensagem XML que
requer uma operac~ao de validac~ao da conta de um utilizador, pode ser visto de seguida.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML message to be sent by the IPTV Cl i en t to the IPTV Server with a reques t f o r a new
user v a l i d a t i o n p r ev i ou s l y c reated and r e g i s t e r e d s p e c i f i c a l l y with the ' username '
and ' u s e ro ldpas s ' .
4 When a new account i s created , i t i s s e t to d e f au l t s t a t e ' wating ' f o r a c t i v a t i o n
which does not a l low i t s use .
5 Once va l idated , the user account in ques t ion w i l l have as password the new password
' usernewpass ' and the account s t a tu s ' a c t i v e ' .
6   >
7 <communication xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
8 <command name="NewUserValidationRequest "/>
9 <u s e r v a l i d a t i o n username=" j o a o f f r " u s e ro ldpas s="512 d495 f887d7d138 f2e f132 f59c f27c "
usernewpass="6d6b9d0cfe9f35b4d8ba5874931d914d "/>
10 </communication>
B.5 Mensagem Session Keep Alive Request
Este tipo de mensagem permite que um utilizador se mantenha ligado ao sistema mesmo
quando esta aparentemente inactivo no mesmo devido a estar a assistir a um conteudo.
Neste caso, e o cliente IPTV que tera de deliberar quando esta mensagem sera utilizada.
O servidor ira responder sempre com uma mensagem Command Response (secc~ao B.12)
cujo conteudo indica o sucesso ou falha da operac~ao. A denic~ao formal em XSD para este
tipo de mensagem pode encontrar-se seguidamente.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !   ed i t ed with XMLSpy v2008 r e l . 2 sp2 ( h t tp : //www. a l tova . com) by SHOCK (SHOCK)   >
3 < !  
4 XML schema to messages sent by the IPTV Cl i en t to the IPTV Server when the c l i e n t want
to keep the user s e s s i o n a l i v e .
5   >
6 <xs:schema xmlns :xs=" ht tp : //www.w3 . org /2001/XMLSchema">
7 <xs : e l ement name=" user ">
8 <xs:complexType>
9 <x s : a t t r i b u t e name=" s e s s i o n i d " type=" x s : l ong " use=" requ i r ed "/>
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10 <x s : a t t r i b u t e name=" se s s i on code " use=" requ i r ed ">
11 <xs:s impleType>
12 <x s : r e s t r i c t i o n base=" x s : s t r i n g "/>
13 </ xs :s impleType>
14 </ x s : a t t r i b u t e>
15 </xs:complexType>
16 </ xs : e l ement>
17 <xs : e l ement name="communication">
18 <xs:complexType>
19 <xs : s equence>
20 <xs : e l ement r e f="command"/>
21 <xs : e l ement r e f=" user "/>
22 </ xs : s equence>
23 </xs:complexType>
24 </ xs : e l ement>
25 <xs : e l ement name="command">
26 <xs:complexType>
27 <x s : a t t r i b u t e name="name" use=" requ i r ed ">
28 <xs:s impleType>
29 <x s : r e s t r i c t i o n base=" x s : s t r i n g ">
30 <xs :enumerat ion value="KeepAl iveSess ionRequest "/>
31 </ x s : r e s t r i c t i o n>
32 </ xs :s impleType>
33 </ x s : a t t r i b u t e>
34 </xs:complexType>
35 </ xs : e l ement>
36 </xs:schema>
Esta denic~ao pode ainda ser visualizada de uma forma mais intuitiva e compacta
atraves do diagrama da gura B.5.
A tabela B.5 descreve, para cada elemento da mensagem XML, o nome dos seus atribu-
tos bem como o tipo de dados permitido, tipo de utilizac~ao (obrigatoria/opcional) e valores
communication
command
attributes
name
user
attributes
sessionid
sessioncode
Figura B.5: Diagrama das relac~oes entre os elementos e atributos para mensagens do tipo
Session Keep Alive.
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por defeito.
Descrita toda a sintaxe deste tipo de mensagem enviada pelo cliente para o servidor
IPTV, segue-se a descric~ao sema^ntica e funcional de cada elemento XML e dos seus atrib-
utos.
Elemento comunication Este elemento XML e obrigatorio e e a \raz" da arvore XML
denida pela mensagem. A sua funcionalidade restringe-se a ser o elemento base que
contem todos os outros semanticamente mais importantes e n~ao possui quaisquer
atributos especcos.
Elemento command Este elemento obrigatorio dene e identica o tipo de mensagem
de que se trata. Para o caso de mensagens Session Keep Alive Request este elemento
possui sempre o seu unico atributo (que tambem e obrigatorio) \name" com o valor
igual a \KeepAliveSessionRequest", que e o identicador deste tipo de mensagens.
Elemento user Este elemento XML obrigatorio contem nos seus atributos a informac~ao
util que sera utilizada para manter a sess~ao aberta. Os atributos deste elemento e
sua sema^ntica s~ao:
sessionid Atributo obrigatorio que contem um identicador numerico que permite
relacionar o utilizador com a sua actual sess~ao activa no sistema. A utilizac~ao
deste atributo deve-se n~ao so a necessidade de identicac~ao do utilizador que
requer a operac~ao mas tambem ao estabelecimento de polticas de seguranca e
autenticac~ao;
Elemento Nome do
Atributo
Tipo do
Atributo
Uso do
Atributo
Default do
Atributo
communication { { { {
command name string obrigatorio {
user
sessionid long obrigatorio {
sessioncode string obrigatorio {
Tabela B.5: Tabela dos elementos e atributos para mensagens do tipo Session Keep Alive
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sessioncode Atributo obrigatorio que contem uma cadeia de caracteres que permite
ao sistema vericar a autenticidade da operac~ao requisitada pela mensagem
XML.
Um exemplo de instanciac~ao deste modelo de mensagens numa mensagem XML pode
ser visto de seguida.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML to be sent by the IPTV Cl i en t to the IPTV Server when the c l i e n t want to keep the
user s e s s i o n a l i v e
4 ( f o r exemple , i f user i s s e e i ng a one hour movie ) .
5 NOTE: ' s e s s i oncode ' should not have the ' s e s s i o n i d ' at the end . This should have
exac t l y 32 cha ra c t e r s .
6   >
7 <communication xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
8 <command name="KeepAl iveSess ionRequest "/>
9 <user s e s s i o n i d="147" s e s s i oncode="1 fea143b66b02696ead45f facb7923ab "/>
10 </communication>
B.6 Mensagem New Link Request
Esta mensagem permite que um cliente IPTV peca o proximo link para um conteudo
sugerido pelo proprio sistema ou por outro utilizado, relativo ao utilizador autenticado
actualmente no cliente IPTV. Este tipo de mensagens implementa, de certo modo, a
func~ao de zapping de conteudo sobre os conteudos sugeridos, controlados pelo sistema de
sugest~ao automatica. O servidor ao receber uma mensagem deste tipo ira responder com
uma mensagem New Link Response (secc~ao B.7) no caso do pedido ter sido efectuado com
sucesso. Caso o pedido recebido pelo servidor IPTV esteja mal formulado, n~ao exista na
base de dados nenhum conteudo actualmente sugerido para o utilizador em quest~ao nas suas
actuais condic~oes ou exista qualquer outro problema, e enviada uma mensagem Command
Response (secc~ao B.12. O conteudo desta mensagem enviada em situac~oes anomalas e a
descric~ao das possveis falhas ou erros ocorridos.
Seguidamente encontra-se a denic~ao formal em XSD para este tipo de mensagem.
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1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML Schema f o r the 'New Link Request ' messages sent by the IPTV Cl i en t to the IPTV
Server .
4   >
5 <xs:schema xmlns :xs=" ht tp : //www.w3 . org /2001/XMLSchema">
6 <xs : e l ement name=" user ">
7 <xs:complexType>
8 <x s : a t t r i b u t e name=" s e s s i o n i d " type=" x s : l ong " use=" requ i r ed "/>
9 <x s : a t t r i b u t e name=" se s s i on code " type=" x s : s t r i n g " use=" requ i r ed "/>
10 </xs:complexType>
11 </ xs : e l ement>
12 <xs : e l ement name=" p r ev i ou s l i n k ">
13 <xs:complexType>
14 <x s : a t t r i b u t e name="playedtime " type=" x s : l ong " use=" requ i r ed "/>
15 <x s : a t t r i b u t e name="playedperc " type=" xs :doub l e " use=" requ i r ed "/>
16 <x s : a t t r i b u t e name="modename" type=" x s : s t r i n g " use=" requ i r ed "/>
17 <x s : a t t r i b u t e name=" id " type=" x s : l ong " use=" requ i r ed "/>
18 <x s : a t t r i b u t e name="feedbackname" type=" x s : s t r i n g " use=" requ i r ed "/>
19 </xs:complexType>
20 </ xs : e l ement>
21 <xs : e l ement name="communication">
22 <xs:complexType>
23 <xs : s equence>
24 <xs : e l ement r e f="command"/>
25 <xs : e l ement r e f=" user "/>
26 <xs : e l ement r e f=" p r ev i ou s l i n k " minOccurs="0"/>
27 </ xs : s equence>
28 </xs:complexType>
29 </ xs : e l ement>
30 <xs : e l ement name="command">
31 <xs:complexType>
32 <x s : a t t r i b u t e name="name" use=" requ i r ed ">
33 <xs:s impleType>
34 <x s : r e s t r i c t i o n base=" x s : s t r i n g ">
35 <xs :enumerat ion value="NewLinkRequest"/>
36 </ x s : r e s t r i c t i o n>
37 </ xs :s impleType>
38 </ x s : a t t r i b u t e>
39 </xs:complexType>
40 </ xs : e l ement>
41 </xs:schema>
Esta denic~ao pode ainda ser visualizada de uma forma mais intuitiva e compacta
atraves do diagrama da gura B.6.
A tabela B.6 descreve, para cada elemento da mensagem XML, o nome dos seus atribu-
tos bem como o tipo de dados permitido, tipo de utilizac~ao (obrigatoria/opcional) e valores
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communication
command
attributes
name
user
attributes
sessionid
sessioncode
previouslink
attributes
playedtime
playedperc
modename
id
feedbackname
Figura B.6: Diagrama das relac~oes entre os elementos e atributos para mensagens do tipo
New Link Request.
por defeito.
Descrita toda a sintaxe deste tipo de mensagem enviada pelo cliente para o servidor
IPTV com um pedido de um novo conteudo sugerido, segue-se agora a descric~ao sema^ntica
e funcional de cada elemento XML e seus atributos (quando estes existem).
Elemento comunication Este elemento XML e obrigatorio e e a \raz" da arvore XML
Elemento Nome do
Atributo
Tipo do
Atributo
Uso do
Atributo
Default do
Atributo
communication { { { {
command name string obrigatorio {
user
sessionid long obrigatorio {
sessioncode string obrigatorio {
previouslink
id long obrigatorio {
modename string obrigatorio {
feedbackname double obrigatorio {
playedperc double obrigatorio {
playedtime long obrigatorio {
Tabela B.6: Tabela dos elementos e atributos para mensagens do tipo New Link Request
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denida pela mensagem. A sua funcionalidade restringe-se a ser o elemento base
que contem todos os outros semanticamente mais importantes e n~ao possui atributos
especcos.
Elemento command Este elemento obrigatorio dene e identica o tipo de mensagem
de que se trata. Para o caso de mensagens New Link Request este elemento possui
sempre o seu unico atributo (que tambem e obrigatorio) \name" com o valor igual a
\NewLinkRequest", que e o identicador deste tipo de mensagens.
Elemento user Este elemento XML obrigatorio contem nos seus atributos a informac~ao
que sera usada para autenticar este pedido (operac~ao) e associar o mesmo a um
utilizador com sess~ao previamente iniciada no sistema. Os atributos deste elemento
e sua sema^ntica s~ao:
sessionid Atributo obrigatorio que contem um identicador numerico que permite
relacionar o utilizador com a sua actual sess~ao activa no sistema. A necessi-
dade deste atributo tem como objectivo n~ao so a identicac~ao do utilizador que
requer a operac~ao mas tambem o estabelecimento de polticas de seguranca e
autenticac~ao;
sessioncode Atributo obrigatorio que contem uma cadeia de caracteres que permite
ao sistema vericar a autenticidade da operac~ao requisitada pela mensagem
XML. Este campo em conjunto com o sessionid permite a identicac~ao da sess~ao
do utilizador no sistema (se esta existir) e permite tambem o estabelecimento
de polticas de seguranca na realizac~ao das operac~oes.
Elemento previouslink Este elemento XML opcional permite que o cliente IPTV envie
nesta mensagem n~ao so um pedido de um novo conteudo multimedia sugerido mas
tambem a classicac~ao feedback relativa a um conteudo acedido anteriormente. Os
atributos deste elemento e sua sema^ntica s~ao:
id Atributo obrigatorio que contem um identicador numerico que permite identi-
car o conteudo multimedia inequivocamente na base de dados. Este atributo
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permite efectuar o relacionamento entre a classicac~ao do utilizador (feedback)
e o conteudo multimedia respectivo;
modename Atributo obrigatorio que contem o identicador do modo de visual-
izac~ao que o utilizador usou para assistir ao conteudo em quest~ao. Este atributo
permite estabelecer a relac~ao entre o feedback do utilizador, o conteudo assistido
e o modo de visualizac~ao utilizado, contribuindo para a construc~ao do perl do
utilizador;
feedbackname Atributo obrigatorio que contem o identicador relativo a classi-
cac~ao (feedback) dada pelo utilizador ao conteudo multimedia assistido ante-
riormente. A classicac~ao e efectuada segundo nveis especcos que traduzem
as prefere^ncias do utilizador pelos conteudos assistidos;
playedperc Atributo obrigatorio que identica a percentagem (no intervalo [0.0,
1.0]) do conteudo multimedia em quest~ao reproduzida pelo utilizador. Este
atributo e utilizado pelo sistema para recolha de informac~ao mais especca
sobre a experie^ncia de utilizac~ao do servico de IPTV e construc~ao do perl do
utilizador;
playedtime Atributo obrigatorio que possui a quantidade de tempo (em milisegun-
dos) reproduzido pelo utilizador relativo ao conteudo em quest~ao. Este atributo
e utilizado pelo sistema para recolha de informac~ao mais especca sobre a ex-
perie^ncia de utilizac~ao do servico de IPTV e construc~ao do perl do utilizador.
Um exemplo de instanciac~ao deste modelo de mensagens numa mensagem XML (com
todos os elementos e atributos possveis), pode ser visto seguidamente.
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1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML sent by the IPTV Cl i en t to the IPTV Server with a reques t f o r a new content l i n k .
4 A l t e rna t i v e l y , i t i s a l s o p o s s i b l e to send a feedback from a prev ious content l i n k
i n s i d e t h i s message .
5 NOTE: 'Time ' in the format ' hh:mm:ss [ . f . . . ] ' ;
6 ' s e s s i oncode ' should not have the ' s e s s i o n i d ' at the end . This should have exac t l y
32 cha ra c t e r s ;
7 ' p layedperc ' in the i n t e r v a l [ 0 . 0 , 1 . 0 ] ;
8 ' playedtime ' in m i l l i s e c ond s .
9   >
10 <communication xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
11 <command name="NewLinkRequest"/>
12 <user s e s s i o n i d="10" s e s s i oncode="1 fea143b66b02696ead45f facb792347 "/>
13 <p r ev i ou s l i n k id="3" modename=" a l l o n e " feedbackname=" I l i k e i t " p layedperc=" 0 .35 "
playedtime="21475"/>
14 </communication>
B.7 Mensagem New Link Response
Esta mensagem e a resposta enviada pelo servidor IPTV aquando a recepc~ao de uma
mensagem New Link Request (secc~ao B.6) bem estruturada e caso exista na base de dados
pelo menos um conteudo sugerido ao utilizador em quest~ao. Em vez desta mensagem,
o servidor podera responder a uma operac~ao New Link Request (secc~ao B.6) com uma
mensagem Command Response (secc~ao B.12) caso o pedido recebido pelo servidor IPTV
esteja mal formulado, n~ao exista na base de dados nenhum conteudo actualmente sugerido
para o utilizador em quest~ao ou exista qualquer outro problema.
A denic~ao formal em XSD para mensagem do tipo New Link Response pode ser en-
contrada de seguida.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML Schema f o r the 'New Link Response ' messages sent by the IPTV Server to the IPTV
Cl i en t .
4   >
5 <xs:schema xmlns :xs=" ht tp : //www.w3 . org /2001/XMLSchema">
6 <xs : e l ement name=" prov ide r ">
7 <xs:complexType>
8 <x s : a t t r i b u t e name="name" type=" x s : s t r i n g " use=" requ i r ed "/>
9 <x s : a t t r i b u t e name=" id " type=" x s : l ong " use=" requ i r ed "/>
10 <x s : a t t r i b u t e name=" de s c r i p t i o n " type=" x s : s t r i n g " use=" requ i r ed "/>
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11 <x s : a t t r i b u t e name=" address " type="xs:anyURI" use=" requ i r ed "/>
12 <x s : a t t r i b u t e name=" ac t i v e " type=" xs :by te " use=" requ i r ed "/>
13 </xs:complexType>
14 </ xs : e l ement>
15 <xs : e l ement name="newlink ">
16 <xs:complexType>
17 <xs : s equence>
18 <xs : e l ement r e f=" prov ider "/>
19 <xs : e l ement r e f="author "/>
20 <xs : e l ement r e f=" content format "/>
21 </ xs : s equence>
22 <x s : a t t r i b u t e name=" t i t l e " type=" x s : s t r i n g " use=" requ i r ed "/>
23 <x s : a t t r i b u t e name="path" type="xs:anyURI" use=" requ i r ed "/>
24 <x s : a t t r i b u t e name=" id " type=" x s : l ong " use=" requ i r ed "/>
25 <x s : a t t r i b u t e name=" de s c r i p t i o n " type=" x s : s t r i n g " use=" requ i r ed "/>
26 <x s : a t t r i b u t e name="date " type=" x s : s t r i n g " use=" requ i r ed "/>
27 <x s : a t t r i b u t e name=" ac t i v e " type=" xs :by te " use=" requ i r ed "/>
28 </xs:complexType>
29 </ xs : e l ement>
30 <xs : e l ement name=" content format ">
31 <xs:complexType>
32 <x s : a t t r i b u t e name="name" type=" x s : s t r i n g " use=" requ i r ed "/>
33 <x s : a t t r i b u t e name=" id " type=" x s : l ong " use=" requ i r ed "/>
34 <x s : a t t r i b u t e name=" de s c r i p t i o n " type=" x s : s t r i n g " use=" requ i r ed "/>
35 <x s : a t t r i b u t e name=" type id " type=" x s : l ong " use=" requ i r ed "/>
36 <x s : a t t r i b u t e name="typename" type=" x s : s t r i n g " use=" requ i r ed "/>
37 <x s : a t t r i b u t e name=" typede s c r i p t i on " type=" x s : s t r i n g " use=" requ i r ed "/>
38 </xs:complexType>
39 </ xs : e l ement>
40 <xs : e l ement name="communication">
41 <xs:complexType>
42 <xs : s equence>
43 <xs : e l ement r e f="command"/>
44 <xs : e l ement r e f="newlink "/>
45 </ xs : s equence>
46 </xs:complexType>
47 </ xs : e l ement>
48 <xs : e l ement name="command">
49 <xs:complexType>
50 <x s : a t t r i b u t e name="name" use=" requ i r ed ">
51 <xs:s impleType>
52 <x s : r e s t r i c t i o n base=" x s : s t r i n g ">
53 <xs :enumerat ion value="NewLinkResponse"/>
54 </ x s : r e s t r i c t i o n>
55 </ xs :s impleType>
56 </ x s : a t t r i b u t e>
57 </xs:complexType>
58 </ xs : e l ement>
59 <xs : e l ement name="author ">
60 <xs:complexType>
61 <x s : a t t r i b u t e name="name" type=" x s : s t r i n g " use=" requ i r ed "/>
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62 <x s : a t t r i b u t e name=" id " type=" x s : l ong " use=" requ i r ed "/>
63 <x s : a t t r i b u t e name=" de s c r i p t i o n " type=" x s : s t r i n g " use=" requ i r ed "/>
64 <x s : a t t r i b u t e name=" address " type="xs:anyURI" use=" requ i r ed "/>
65 <x s : a t t r i b u t e name=" ac t i v e " type=" xs :by te " use=" requ i r ed "/>
66 </xs:complexType>
67 </ xs : e l ement>
68 </xs:schema>
Esta denic~ao pode ainda ser visualizada de uma forma mais intuitiva e compacta
atraves do diagrama da gura B.7.
A tabela B.7 descreve, para cada elemento da mensagem XML, o nome dos seus atribu-
tos bem como o tipo de dados permitido, tipo de utilizac~ao (obrigatoria/opcional) e valores
por defeito.
Descrita toda a sintaxe deste tipo de mensagem enviada pelo servidor para um cliente
IPTV com a resposta a um pedido de um novo link referente a um conteudo sugerido, segue-
se a descric~ao sema^ntica e funcional de cada elemento XML e seus atributos (quando estes
existem).
Elemento comunication Este elemento XML e obrigatorio e e a \raz" da arvore XML
denida pela mensagem. A sua funcionalidade restringe-se a ser o elemento base
que contem todos os outros semanticamente mais importantes e n~ao possui atributos
especcos.
Elemento command Este elemento obrigatorio dene e identica o tipo de mensagem
de que se trata. Para o caso de mensagens New Link Response este elemento possui
sempre o seu unico atributo (que tambem e obrigatorio) \name" com o valor igual a
\NewLinkResponse", que e o identicador deste tipo de mensagens.
Elemento newlink Este elemento XML obrigatorio contem nos seus atributos a in-
formac~ao referente ao novo link para o respectivo conteudo sugerido. Os seus atrib-
utos e sua sema^ntica s~ao:
id Atributo obrigatorio que contem um identicador numerico que permite referen-
ciar o conteudo inequivocamente na base de dados;
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Elemento Nome do
Atributo
Tipo do
Atributo
Uso do
Atributo
Default do
Atributo
communication { { { {
command name string obrigatorio {
newlink
id long obrigatorio {
title string obrigatorio {
date string obrigatorio {
path string obrigatorio {
description string obrigatorio {
active byte obrigatorio {
provider
id long obrigatorio {
name string obrigatorio {
address string obrigatorio {
description string obrigatorio {
active byte obrigatorio {
author
id long obrigatorio {
name string obrigatorio {
address string obrigatorio {
description string obrigatorio {
active byte obrigatorio {
contentformat
id long obrigatorio {
name string obrigatorio {
description string obrigatorio {
typeid long obrigatorio {
typename string obrigatorio {
typedescription string obrigatorio {
Tabela B.7: Tabela dos elementos e atributos para mensagens do tipo New Link Response
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Figura B.7: Diagrama das relac~oes entre os elementos e atributos para mensagens do tipo
New Link Response.
title Atributo obrigatorio que contem o ttulo do respectivo conteudo proveniente
da fonte que disponibiliza o mesmo;
date Atributo obrigatorio que possui a data de criac~ao do conteudo proveniente da
fonte que disponibiliza o mesmo;
path Atributo obrigatorio que contem o URI (o elemento muitas vezes referido nesta
dissertac~ao como link) de acesso ao conteudo multimedia disponibilizado pelo
provedor do conteudo;
description Atributo obrigatorio que possui uma pequena descric~ao do respectivo
conteudo multimedia proveniente da fonte que disponibiliza o mesmo;
active Atributo obrigatorio que indica se o respectivo conteudo se encontra activo
(disponvel) { valor igual a \1" { ou inactivo (indisponvel) { valor igual a \0".
Como sera de esperar, o servidor so ira enviar mensagens deste tipo com este
atributo do elemento newlink com valor igual a \1", pois o sistema n~ao oferece
aos seus utilizadores links para conteudos indisponveis a partida.
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Elemento provider Este elemento XML obrigatorio possui nos seus atributos informac~oes
acerca da entidade que disponibiliza o acesso ao respectivo conteudo. Os atributos
deste elemento e sua sema^ntica s~ao:
id Atributo obrigatorio que contem um identicador numerico que permite referen-
ciar o provedor do conteudo multimedia inequivocamente na base de dados do
sistema. Este atributo permite o relacionamento entre o conteudo e a entidade
que o disponibiliza;
name Atributo obrigatorio que possui o nome da entidade que disponibiliza o acesso
ao conteudo;
address Atributo obrigatorio que contem o URI da entidade que disponibiliza o
conteudo;
description Atributo obrigatorio que contem uma pequena descric~ao relativa ao
provedor do conteudo;
active Atributo obrigatorio que informa se a entidade que disponibiliza o conteudo
ainda existe e/ou esta acessvel e disponvel (valor igual a \1") ou, pelo contrario,
ja n~ao existe ou n~ao se encontra acessvel/disponvel (valor igual a \0"). Como
sera de esperar, o servidor so ira enviar mensagens deste tipo com este atributo
com valor igual a \1", pois o sistema n~ao oferece aos seus utilizadores links
para conteudos cuja entidade que os disponibiliza n~ao exista ou n~ao esteja
acessvel/disponvel a partida.
Elemento author Este elemento XML obrigatorio possui nos seus atributos informac~oes
acerca do autor do respectivo conteudo. Os atributos deste elemento e sua sema^ntica
s~ao:
id Atributo obrigatorio que contem um identicador numerico que permite refer-
enciar o autor do conteudo multimedia inequivocamente na base de dados do
sistema. Este atributo permite o relacionamento entre o conteudo e o seu autor
(que podera ser diferente da entidade que disponibiliza o conteudo);
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name Atributo obrigatorio que possui o nome do autor do conteudo;
address Atributo obrigatorio que contem o URI do autor do conteudo. Caso o autor
n~ao possua uma web page ou algo do genero que possa ser referenciado neste
atributo, este cara em branco;
description Atributo obrigatorio que possui uma pequena descric~ao das carac-
tersticas do autor do conteudo multimedia respectivo;
active Atributo obrigatorio que informa se o autor do conteudo ainda esta activo
no sistema. Caso o autor ainda esteja activo, o valor deste campo sera \1" (ver-
dadeiro). Caso contrario, sera \0" (falso). O servidor ira enviar mensagens deste
tipo com este atributo possuindo um valor que possivelmente sera irrelevante
para o cliente IPTV, possuindo somente caracter informativo.
Elemento contentformat Este elemento XML obrigatorio contem nos seus atributos
a informac~ao referente ao formato multimedia do conteudo respectivo no que diz
respeito a sua forma de codicac~ao audio-visual. Para alem disso, possui ainda
informac~ao referente ao tipo de uxo, ou seja, audio \gravado", vdeo com audio
\gravado" ou conteudo em \tempo real". Os seus atributos e sua sema^ntica s~ao:
id Atributo obrigatorio que contem um identicador numerico que permite referen-
ciar o formato (codicac~ao) do conteudo inequivocamente na base de dados do
servidor IPTV;
name Atributo obrigatorio que contem o nome do formato dado pela extens~ao com
a sintaxe \.<<nome da extens~ao>>";
description Atributo obrigatorio que contem uma pequena descric~ao referente ao
respectivo formato do conteudo multimedia;
typeid Atributo obrigatorio que contem um identicador numerico que permite ref-
erenciar de forma inequvoca o tipo de uxo a que este se refere;
typename Atributo obrigatorio que possui o nome do tipo de uxo multimedia
(audio \gravado", vdeo com audio \gravado", conteudo em \tempo real", etc.);
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typedescription Atributo obrigatorio que possui uma breve descric~ao sobre o tipo
de uxo multimedia em quest~ao.
Um exemplo de instanciac~ao deste modelo de mensagens numa mensagem XML que
permite o envio para um cliente IPTV de um novo link de um conteudo sugerido, pode ser
visto seguidamente.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML sent by the IPTV Server f o r the IPTV Cl i en t with a new content l i n k and a l l data
r e l a t e d .
4 NOTE: ' date ' in the format ' yyyy mm dd hh:mm:ss [ . f . . . ] ' ( s q l timestamp ) ;
5 Time in the format ' hh:mm:ss [ . f . . . ] ' .
6   >
7 <communication xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
8 <command name="NewLinkResponse"/>
9 <newlink id="114" t i t l e="Benf i ca vs Sport ing " date="2009 02 09 23 : 5 9 : 3 6 "
path=" ht tp : //www. youtube . com/ aksd lka j sd " d e s c r i p t i o n="Um jogo muito i n t e r e s an t e ! "
a c t i v e="1">
10 <prov ide r id="2" name="Youtube" address=" ht tp : //www. youtube . com" de s c r i p t i o n="Google
Youtube" a c t i v e=" true "/>
11 <author id="2" name=" j o a o f f r " address=" ht tp : // j o a o f f r . s e rveht tp . com" de s c r i p t i o n="O
autor desta t e s e de mestrado ! " a c t i v e=" true "/>
12 <content format id="3" name=" . f l v " d e s c r i p t i o n="Flash Video F i l e . " type id="3"
typename=" Stat i cVideo " typede s c r i p t i on="Non Real Time Video Content . "/>
13 </newlink>
14 </communication>
B.8 Mensagem Link List Request
Esta mensagem possibilita que um cliente IPTV peca uma lista de um ou mais links
para conteudos, segundo varios criterios de procura e selecc~ao. O servidor ao receber uma
mensagem deste tipo ira responder com uma mensagem Link List Response (secc~ao B.9)
no caso do pedido ter sido efectuado com sucesso. Caso o pedido recebido pelo servidor
IPTV esteja mal formulado ou exista qualquer outro problema, e enviada uma mensagem
Command Response (secc~ao B.12) cujo conteudo possui a descric~ao das possveis falhas ou
problemas.
A denic~ao formal em XSD para este tipo de mensagem pode ser encontrada de seguida.
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1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML Schema f o r the ' Link L i s t Request ' messages sent by the IPTV Cl i en t to the IPTV
Server .
4   >
5 <xs:schema xmlns :xs=" ht tp : //www.w3 . org /2001/XMLSchema">
6 <xs : e l ement name=" user ">
7 <xs:complexType>
8 <x s : a t t r i b u t e name=" s e s s i o n i d " type=" x s : i n t e g e r " use=" requ i r ed "/>
9 <x s : a t t r i b u t e name=" se s s i on code " type=" x s : s t r i n g " use=" requ i r ed "/>
10 </xs:complexType>
11 </ xs : e l ement>
12 <xs : e l ement name=" l i n k t l i s t r e q u e s t ">
13 <xs:complexType>
14 <x s : a t t r i b u t e name="typename" type=" x s : s t r i n g " use=" requ i r ed "/>
15 <x s : a t t r i b u t e name=" l im i t " type=" x s : i n t e g e r " use=" requ i r ed "/>
16 <x s : a t t r i b u t e name="page" type=" x s : i n t e g e r " use=" requ i r ed "/>
17 <x s : a t t r i b u t e name=" order " type=" x s : s t r i n g " use=" opt i ona l "/>
18 <x s : a t t r i b u t e name="keywords" type=" x s : s t r i n g " use=" opt i ona l "/>
19 </xs:complexType>
20 </ xs : e l ement>
21 <xs : e l ement name="communication">
22 <xs:complexType>
23 <xs : s equence>
24 <xs : e l ement r e f="command"/>
25 <xs : e l ement r e f=" user "/>
26 <xs : e l ement r e f=" l i n k t l i s t r e q u e s t "/>
27 </ xs : s equence>
28 </xs:complexType>
29 </ xs : e l ement>
30 <xs : e l ement name="command">
31 <xs:complexType>
32 <x s : a t t r i b u t e name="name" use=" requ i r ed ">
33 <xs:s impleType>
34 <x s : r e s t r i c t i o n base=" x s : s t r i n g ">
35 <xs :enumerat ion value="LinkListRequest "/>
36 </ x s : r e s t r i c t i o n>
37 </ xs :s impleType>
38 </ x s : a t t r i b u t e>
39 </xs:complexType>
40 </ xs : e l ement>
41 </xs:schema>
Esta denic~ao pode ainda ser visualizada de uma forma mais intuitiva e compacta
atraves do diagrama da gura B.8.
A tabela B.8 descreve, para cada elemento da mensagem XML, o nome dos seus atribu-
tos bem como o tipo de dados permitido, tipo de utilizac~ao (obrigatoria/opcional) e valores
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communication
command
attributes
name
user
attributes
sessionid
sessioncode
linktlistrequest
attributes
typename
limit
page
order
keywords
Figura B.8: Diagrama das relac~oes entre os elementos e atributos para mensagens do tipo
Link List Request.
por defeito.
Descrita toda a sintaxe deste tipo de mensagem enviada pelo cliente IPTV para o
servidor IPTV com um pedido de uma lista de links referentes a conteudos multimedia,
segue-se a descric~ao sema^ntica e funcional de cada elemento XML e seus atributos (quando
estes existem).
Elemento comunication Este elemento XML e obrigatorio e e a \raz" da arvore XML
Elemento Nome do
Atributo
Tipo do
Atributo
Uso do
Atributo
Default do
Atributo
communication { { { {
command name string obrigatorio {
linktlistrequest
typename string obrigatorio {
limit integer obrigatorio {
page integer obrigatorio {
order string opcional {
keywords string opcional {
Tabela B.8: Tabela dos elementos e atributos para mensagens do tipo Link List Request
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denida pela mensagem. A sua funcionalidade restringe-se a ser o elemento base
que contem todos os outros semanticamente mais importantes e n~ao possui atributos
especcos.
Elemento command Este elemento obrigatorio dene e identica o tipo de mensagem
de que se trata. Para o caso de mensagens Link List Request este elemento possui
sempre o seu unico atributo (que tambem e obrigatorio) \name" com o valor igual a
\LinkListRequest", que e o identicador deste tipo de mensagens.
Elemento linktlistrequest Este elemento XML obrigatorio contem nos seus atributos a
informac~ao relativa aos criterios de procura e selecc~ao dos conteudos pretendidos. Os
seus atributos e sua sema^ntica s~ao:
typename Atributo obrigatorio que identica a categoria geral dos conteudos pre-
tendidos no que se refere ao utilizador em quest~ao. Este atributo podera possuir
um dos seguintes valores:
SuggestedContent Servidor so ira procurar resultados de entre os conteudos
sugeridos ao utilizador em quest~ao e que este ainda n~ao tenha assistido
(conteudos pelos quais o utilizador ainda n~ao tenha manifestado qualquer
feedback no sistema);
VisitedContent Servidor so ira procurar resultados de entre os conteudos
anteriormente assistidos pelo utilizador em quest~ao (conteudos pelos quais
o utilizador ja tenha manifestado anteriormente um qualquer feedback no
sistema);
AnyContent O servidor ira procurar qualquer resultado de entre todos os
conteudos multimedia disponveis na base de dados do sistema.
limit Atributo obrigatorio que determina o numero maximo de elementos da lista
de conteudos pedidos;
page Atributo obrigatorio que indica qual a pagina a que este pedido diz respeito,
ou seja, caso um primeiro pedido de uma lista de conteudos tenha retornado o
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numero maximo limit denido e possua a informac~ao que existe mais resultados
que respeitam os criterios de procura, o atributo page permite pedir os seguintes
resultados. Matematicamente tem-se: com limit = l; page = p; itemID = i
pode-se admitir que 8i 2 [0;maxl maxp 1]! 9p 2 [1;maxp]^9l 2 [1;maxl] :
l  p  1 = i;
order Atributo opcional que determina a ordem pela qual os conteudos resultantes
da procura s~ao colocados na lista que sera enviada ao cliente IPTV. A sintaxe
deste atributo e << campo >> << ordem >>. Um exemplo podera ser
\date desc" que informa que os resultados dever~ao ser devolvidos ordenados
por data de forma descendente. E de notar que caso este campo n~ao exista
ou possua uma sintaxe/sema^ntica incorrecta, os resultados ser~ao ordenados por
defeito por data em ordem descendente (do mais actual para o menos recente).
Os tipos de ordenac~ao possveis s~ao somente dois: \desc" { descendente e \asc"
{ ascendente. Relativamente aos campos de ordenac~ao, e possvel utilizar:
\author" Autor do conteudo;
\date" Data do conteudo;
\insertedby" Conteudo inserido por;
\language" Idioma do conteudo;
\provider" Provedor do conteudo;
\rate" Popularidade do conteudo;
\refreshrate" Taxa de actualizac~ao do conteudo;
\title" Ttulo do conteudo;
\visits" Numero de visitas do conteudo.
keywords Atributo opcional que possui uma lista de palavras-chave separadas por
um e so um de dois tipos de delimitadores com func~oes distintas: ponto-e-
vrgula (;) ou vrgula (,). Caso todas as palavras-chave sejam separadas por
vrgulas, isto indica ao sistema que somente dever~ao ser includos conteudos na
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lista de resultados que possuam todas as palavras-chave algures nas informac~oes
descritivas mantidas para cada conteudo. Caso todas as palavras-chave sejam
separadas por ponto-e-vrgula ou exista um misto dos dois tipos de separador,
isto indica ao sistema que pelo menos uma das palavras-chave deve ser encon-
trada num dos campos de dados relativos as informac~oes mantidas sobre cada
conteudo, para que este seja includo na lista resultado.
Um exemplo de instanciac~ao deste modelo de mensagens numa mensagem XML (com
todos os elementos e atributos possveis) pode ser visto seguidamente.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML to be sent by the IPTV Cl i en t to the IPTV Server to reques t a l i s t o f N content
l i n k s o f a s p e c i f i c category o f content l i n k s ( v i s i t e d , suggested or any ) .
4 NOTE: ' s e s s i oncode ' should not have the ' s e s s i o n i d ' at the end . This should have
exac t l y 32 cha ra c t e r s ;
5 ' typename ' can be : ' SuggestedContent ' , ' Vis i tedContent ' or ' AnyContent ' ;
6 ' keywords ' : mu l t ip l e keywords separated by a semico lon ( ; ) or comma( , ) ( op t i ona l
f i e l d ) ;
7 ' Order ' : FIELD ORDER ( eg : da t e a s c ) ( op t i ona l ) .
8   >
9 <communication xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
10 <command name="LinkListRequest "/>
11 <user s e s s i o n i d="115" s e s s i oncode="1 fea143b66b02696ead45f facb792347 "/>
12 < l i n k t l i s t r e q u e s t typename="SuggestedContent " l im i t="16" page="3" order=" date desc "
keywords=" opc iona l keywords f i l t e r ; key1 ; key2"/>
13 </communication>
B.9 Mensagem Link List Response
Esta mensagem possibilita que o servidor IPTV responda a uma mensagem do tipo
Link List Request (secc~ao B.8) previamente enviada por um cliente IPTV. Esta mensagem
contem, para alem de algumas informac~oes extra, a lista de links para os conteudos que
resultaram da pesquisa efectuada com os para^metros submetidos. E possvel que a lista
de conteudos n~ao exista (estando presente somente a informac~ao extra na mensagem) caso
a pesquisa efectuada n~ao coincida com qualquer conteudo. Caso o pedido recebido pelo
servidor IPTV que despoleta esta resposta esteja mal formulado ou exista qualquer outro
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problema, n~ao sera enviada uma mensagem deste tipo mas sim uma mensagem Command
Response (secc~ao B.12) cujo conteudo possui a descric~ao das possveis falhas ou problemas.
Devido ao facto da denic~ao formal em XSD para este tipo de mensagem ser muito
extensa, esta n~ao consta deste documento, podendo ser encontrada na directoria
\IPTVFiles/xml/LinkListResponse-Communication.xsd" presente na pasta com o codigo
do servidor.
Esta denic~ao pode ainda ser visualizada de uma forma mais intuitiva e compacta
atraves do diagrama da gura B.9.
A tabela B.9 descreve, para cada elemento da mensagem XML, o nome dos seus atribu-
tos bem como o tipo de dados permitido, tipo de utilizac~ao (obrigatoria/opcional) e valores
por defeito.
Descrita toda a sintaxe deste tipo de mensagem enviada pelo servidor IPTV para o
cliente IPTV com uma lista de links para conteudos, segue-se a descric~ao sema^ntica e
funcional de cada elemento XML e seus atributos (quando estes existem).
Elemento comunication Este elemento XML e obrigatorio e e a \raz" da arvore XML
denida pela mensagem. A sua funcionalidade restringe-se a ser o elemento base
que contem todos os outros semanticamente mais importantes e n~ao possui atributos
especcos.
Elemento command Este elemento obrigatorio dene e identica o tipo de mensagem
de que se trata. Para o caso de mensagens Link List Response este elemento possui
sempre o seu unico atributo (que tambem e obrigatorio) \name" com o valor igual a
\LinkListResponse", que e o identicador deste tipo de mensagens.
Elemento linktlistmetadata Este elemento XML obrigatorio contem nos seus atributos
a informac~ao relativa aos criterios de procura e selecc~ao dos conteudos pretendidos.
Estes correspondem aos dados previamente enviados numa mensagem do tipo Link
List Request. Para alem disso, contem tambem alguma outra informac~ao. Os seus
atributos e sua sema^ntica s~ao:
196
Anexo B. Descric~ao das Mensagens XML e Respectiva Sintaxe XSD
c
o
m
m
u
n
ic
a
tio
n
c
o
m
m
a
n
d
a
ttr
ib
u
te
s
n
a
m
e
lin
k
tlis
tm
e
ta
d
a
ta
a
ttr
ib
u
te
s
ty
p
e
n
a
m
e
lim
it
p
a
g
e
o
rd
e
r
k
e
y
w
o
rd
s
h
a
v
e
m
o
re
re
s
u
lts
lin
k
lis
t
n
e
w
lin
k1..
a
ttr
ib
u
te
s
title
p
a
th
idde
s
c
rip
tio
n
d
a
te
a
c
tiv
e
p
ro
v
id
e
r
a
ttr
ib
u
te
s
n
a
m
e
idde
s
c
rip
tio
n
a
d
d
re
s
s
a
c
tiv
e
a
u
th
o
r
a
ttr
ib
u
te
s
n
a
m
e
idde
s
c
rip
tio
n
a
d
d
re
s
s
a
c
tiv
e
c
o
n
te
n
tfo
rm
a
t
a
ttr
ib
u
te
s
n
a
m
e
idde
s
c
rip
tio
n
ty
p
e
id
ty
p
e
n
a
m
e
ty
p
e
d
e
s
c
rip
tio
n
8
Figura B.9: Diagrama das relac~oes entre os elementos e atributos para mensagens do tipo
Link List Response.
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Elemento Nome do
Atributo
Tipo do
Atributo
Uso do
Atributo
Default do
Atributo
communication { { { {
command name string obrigatorio {
linktlistmetadata
typename string obrigatorio {
limit integer obrigatorio {
page integer obrigatorio {
order string opcional {
keywords string opcional {
havemoreresults byte obrigatorio {
newlink
id long obrigatorio {
title string obrigatorio {
date string obrigatorio {
path string obrigatorio {
description string obrigatorio {
active byte obrigatorio {
provider
id long obrigatorio {
name string obrigatorio {
address string obrigatorio {
description string obrigatorio {
active byte obrigatorio {
author
id long obrigatorio {
name string obrigatorio {
address string obrigatorio {
description string obrigatorio {
active byte obrigatorio {
contentformat
id long obrigatorio {
name string obrigatorio {
description string obrigatorio {
typeid long obrigatorio {
typename string obrigatorio {
typedescription string obrigatorio {
Tabela B.9: Tabela dos elementos e atributos para mensagens do tipo Link List Response
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typename Atributo obrigatorio que identica a categoria geral dos conteudos pre-
tendidos no que se refere ao utilizador em quest~ao. Este atributo podera possuir
um dos seguintes valores:
SuggestedContent Servidor so procurou resultados de entre os conteudos
sugeridos ao utilizador em quest~ao e que este ainda n~ao tenha assistido
(conteudos pelos quais o utilizador ainda n~ao tenha manifestado qualquer
feedback no sistema);
VisitedContent Servidor so procurou resultados de entre os conteudos an-
teriormente assistidos pelo utilizador em quest~ao (conteudos pelos quais
o utilizador ja tenha manifestado anteriormente um qualquer feedback no
sistema);
AnyContent Servidor procurou qualquer resultados de entre todos os conteudos
disponveis na base de dados do sistema.
limit Atributo obrigatorio que informa o numero maximo de elementos da lista de
conteudos pedidos;
page Atributo obrigatorio que indica qual a pagina a que esta resposta diz respeito;
order Atributo opcional que identica a ordem pela qual os conteudos resultantes
da procura foram colocados na lista que e parte integrante desta mensagem. A
sintaxe deste atributo e << campo >> << ordem >>;
keywords Atributo opcional que possui uma lista de palavras-chave separadas por
um e so um de dois tipos de delimitadores com func~oes distintas: ponto-e-vrgula
(;) ou vrgula (,);
havemoreresults Atributo obrigatorio que caso possua um \0" (falso) indica que
n~ao existem mais paginas de resultados com numero superior a actual. Caso o
seu valor seja \1" (verdadeiro), indica que ainda existem mais paginas com os
proximos resultados.
Elemento newlink Este elemento XML obrigatorio contem nos seus atributos a in-
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formac~ao referente a um link para o respectivo conteudo. Os seus atributos e sua
sema^ntica s~ao:
id Atributo obrigatorio que contem um identicador numerico que permite referen-
ciar o conteudo inequivocamente na base de dados;
title Atributo obrigatorio que contem o ttulo do respectivo conteudo proveniente
da fonte que disponibiliza o mesmo;
date Atributo obrigatorio que possui a data de criac~ao do conteudo proveniente da
fonte que disponibiliza este;
path Atributo obrigatorio que contem o URI (o elemento muitas vezes referido nesta
dissertac~ao como link) de acesso ao conteudo multimedia disponibilizado pelo
provedor do conteudo;
description Atributo obrigatorio que possui uma pequena descric~ao do respectivo
conteudo multimedia proveniente da fonte que disponibiliza o mesmo;
active Atributo obrigatorio que indica se o respectivo conteudo se encontra activo
(disponvel) { valor igual a \1" { ou inactivo (indisponvel) { valor igual a \0".
Como sera de esperar, o servidor so ira enviar links para conteudos com o este
campo de valor igual a \1", pois o sistema n~ao oferece aos seus utilizadores links
para conteudos indisponveis a partida.
Elemento provider Este elemento XML obrigatorio possui nos seus atributos informac~oes
acerca da entidade que disponibiliza o acesso ao respectivo conteudo. Os atributos
deste elemento e sua sema^ntica s~ao:
id Atributo obrigatorio que contem um identicador numerico que permite referen-
ciar o provedor do conteudo multimedia inequivocamente na base de dados do
sistema. Este atributo permite o relacionamento entre o conteudo e a entidade
que o disponibiliza;
name Atributo obrigatorio que possui o nome da entidade que disponibiliza o acesso
ao conteudo;
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address Atributo obrigatorio que contem o URI da entidade que disponibiliza o
conteudo;
description Atributo obrigatorio que contem uma pequena descric~ao relativa ao
provedor do conteudo;
active Atributo obrigatorio que informa se a entidade que disponibiliza o conteudo
ainda existe e/ou esta acessvel e disponvel (valor igual a \1") ou, pelo contrario,
ja n~ao existe ou n~ao se encontra acessvel/disponvel (valor igual a \0"). Como
sera de esperar, o servidor so ira enviar mensagens deste tipo com este atributo
com valor igual a \1", pois o sistema n~ao oferece aos seus utilizadores links
para conteudos cuja entidade que os disponibiliza n~ao exista ou n~ao esteja
acessvel/disponvel a partida.
Elemento author Este elemento XML obrigatorio possui nos seus atributos informac~oes
acerca do autor do respectivo conteudo. Os atributos deste elemento e sua sema^ntica
s~ao:
id Atributo obrigatorio que contem um identicador numerico que permite refer-
enciar o autor do conteudo multimedia inequivocamente na base de dados do
sistema. Este atributo permite o relacionamento entre o conteudo e o seu autor.
A noc~ao de autor e distinta da noc~ao de provedor de acesso;
name Atributo obrigatorio que possui o nome do autor do conteudo;
address Atributo obrigatorio que contem o URI do autor do conteudo. Caso o autor
n~ao possua uma web page ou algo do genero que possa ser referenciado neste
atributo, este cara em branco;
description Atributo obrigatorio que possui uma pequena descric~ao das carac-
tersticas do autor do conteudo multimedia respectivo;
active Atributo obrigatorio que informa se o autor do conteudo ainda esta activo
no sistema. Caso o autor ainda esteja activo, o valor deste campo sera \1" (ver-
dadeiro). Caso contrario, sera \0" (falso). O servidor ira enviar mensagens deste
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tipo com este atributo possuindo um valor que possivelmente sera irrelevante
para o cliente IPTV, possuindo somente caracter informativo.
Elemento contentformat Este elemento XML obrigatorio contem nos seus atributos
a informac~ao referente ao formato multimedia do conteudo respectivo no que diz
respeito a sua forma de codicac~ao audio-visual. Para alem disso, possui ainda
informac~ao referente ao tipo de uxo, ou seja, audio \gravado", vdeo com audio
\gravado" ou conteudo em \tempo real". Os seus atributos e sua sema^ntica s~ao:
id Atributo obrigatorio que contem um identicador numerico que permite referen-
ciar o formato (codicac~ao) do conteudo inequivocamente na base de dados do
servidor IPTV;
name Atributo obrigatorio que contem o nome do formato dado pela extens~ao com
a sintaxe \.<<nome da extens~ao>>";
description Atributo obrigatorio que contem uma pequena descric~ao referente ao
respectivo formato do conteudo multimedia;
typeid Atributo obrigatorio que contem um identicador numerico que permite ref-
erenciar de forma inequvoca o tipo de uxo a que este se refere;
typename Atributo obrigatorio que possui o nome do tipo de uxo multimedia
(audio \gravado", vdeo com audio \gravado", conteudo em \tempo real", etc.);
typedescription Atributo obrigatorio que possui uma breve descric~ao sobre o tipo
de uxo multimedia em quest~ao.
Um exemplo de instanciac~ao deste modelo de mensagens numa mensagem XML (com
todos os elementos e atributos possveis) pode ser visto seguidamente.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML to be sent by the IPTV Server to the IPTV Cl i en t with a l i s t o f N content l i n k s in
response to a prev ious ' LinkListRequest ' command .
4   >
5 <communication xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
6 <command name="LinkListResponse "/>
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7 < l i n k t l i s tme t ada t a typename="AnyContent" l im i t="5" page="1" order=" date desc "
keywords=" fu t ebo l ; b en f i c a ; spo r t i ng " havemoreresu l t s="0"/>
8 < l i n k l i s t>
9 <newlink id="114" t i t l e="Benf i ca vs Sport ing " date="2008 02 09 21 : 5 9 : 3 6 "
path=" ht tp : //www. youtube . com/ aksd lka j sd " d e s c r i p t i o n="O Benf ica perde mais um
jogo . . . " a c t i v e="1">
10 <prov ide r id="2" name="Youtube" address=" ht tp : //www. youtube . com"
de s c r i p t i o n="Google Youtube" a c t i v e="1"/>
11 <author id="2" name=" j o a o f f r " address=" ht tp : // j o a o f f r . s e rveht tp . com"
de s c r i p t i o n="O autor desta t e s e de mestrado ! " a c t i v e="1"/>
12 <content format id="3" name=" . f l v " d e s c r i p t i o n="Flash Video F i l e . " type id="3"
typename=" Stat i cVideo " typede s c r i p t i on="Non Real Time Video Content . "/>
13 </newlink>
14 <newlink id="155" t i t l e="Benf i ca vs Porto" date="2008 07 15 17 : 0 0 : 3 8 "
path=" ht tp : //www. youtube . com/dgfdgdfg " d e s c r i p t i o n="Um jogo de nervos ! "
a c t i v e="1">
15 <prov ide r id="2" name="Youtube" address=" ht tp : //www. youtube . com"
de s c r i p t i o n="Google Youtube" a c t i v e="1"/>
16 <author id="2" name=" j o a o f f r " address=" ht tp : // j o a o f f r . s e rveht tp . com"
de s c r i p t i o n="O autor desta t e s e de mestrado ! " a c t i v e="1"/>
17 <content format id="3" name=" . f l v " d e s c r i p t i o n="Flash Video F i l e . " type id="3"
typename=" Stat i cVideo " typede s c r i p t i on="Non Real Time Video Content . "/>
18 </newlink>
19 <newlink id="224" t i t l e="Porto vs Sport ing " date="2008 09 09 20 : 5 9 : 1 1 "
path=" ht tp : //www. youtube . com/derteaaewwr" d e s c r i p t i o n="Jogo FCP contra SCP
( campeonato Portug ~Aªs ) . " a c t i v e="1">
20 <prov ide r id="2" name="Youtube" address=" ht tp : //www. youtube . com"
de s c r i p t i o n="Google Youtube" a c t i v e="1"/>
21 <author id="2" name=" j o a o f f r " address=" ht tp : // j o a o f f r . s e rveht tp . com"
de s c r i p t i o n="O autor desta t e s e de mestrado ! " a c t i v e="1"/>
22 <content format id="3" name=" . f l v " d e s c r i p t i o n="Flash Video F i l e . " type id="3"
typename=" Stat i cVideo " typede s c r i p t i on="Non Real Time Video Content . "/>
23 </newlink>
24 <newlink id="251" t i t l e=" E s t o r i l vs Be lenenses " date="2009 02 09 23 : 5 9 : 3 6 "
path=" ht tp : //www. youtube . com/ zasdasa " d e s c r i p t i o n="Jogo de f u t ebo l do campeonato
portugu ~Aªs . " a c t i v e="1">
25 <prov ide r id="2" name="Youtube" address=" ht tp : //www. youtube . com"
de s c r i p t i o n="Google Youtube" a c t i v e="1"/>
26 <author id="2" name=" j o a o f f r " address=" ht tp : // j o a o f f r . s e rveht tp . com"
de s c r i p t i o n="O autor desta t e s e de mestrado ! " a c t i v e="1"/>
27 <content format id="3" name=" . f l v " d e s c r i p t i o n="Flash Video F i l e . " type id="3"
typename=" Stat i cVideo " typede s c r i p t i on="Non Real Time Video Content . "/>
28 </newlink>
29 </ l i n k l i s t>
30 </communication>
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B.10 Mensagem Link Feedback Request
Esta mensagem permite que um cliente IPTV envie um feedback relativo a um conteudo
especco para o servidor IPTV. O servidor ao receber uma mensagem deste tipo ira
responder sempre com uma mensagem Command Response (secc~ao B.12), cujo conteudo
pode variar entre a conrmac~ao da recepc~ao do feedback com sucesso ou um qualquer erro
detectado.
A denic~ao formal em XSD para este tipo de mensagem pode ser encontrada de seguida.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML Schema f o r the ' Link Feedback Request ' messages sent by the IPTV Cl i en t to the
IPTV Server .
4   >
5 <xs:schema xmlns :xs=" ht tp : //www.w3 . org /2001/XMLSchema">
6 <xs : e l ement name=" user ">
7 <xs:complexType>
8 <x s : a t t r i b u t e name=" s e s s i o n i d " type=" x s : l ong " use=" requ i r ed "/>
9 <x s : a t t r i b u t e name=" se s s i on code " type=" x s : s t r i n g " use=" requ i r ed "/>
10 </xs:complexType>
11 </ xs : e l ement>
12 <xs : e l ement name=" p r ev i ou s l i n k ">
13 <xs:complexType>
14 <x s : a t t r i b u t e name="playedtime " type=" x s : l ong " use=" requ i r ed "/>
15 <x s : a t t r i b u t e name="playedperc " type=" xs :doub l e " use=" requ i r ed "/>
16 <x s : a t t r i b u t e name="modename" type=" x s : s t r i n g " use=" requ i r ed "/>
17 <x s : a t t r i b u t e name=" id " type=" x s : l ong " use=" requ i r ed "/>
18 <x s : a t t r i b u t e name="feedbackname" type=" x s : s t r i n g " use=" requ i r ed "/>
19 </xs:complexType>
20 </ xs : e l ement>
21 <xs : e l ement name="communication">
22 <xs:complexType>
23 <xs : s equence>
24 <xs : e l ement r e f="command"/>
25 <xs : e l ement r e f=" user "/>
26 <xs : e l ement r e f=" p r ev i ou s l i n k "/>
27 </ xs : s equence>
28 </xs:complexType>
29 </ xs : e l ement>
30 <xs : e l ement name="command">
31 <xs:complexType>
32 <x s : a t t r i b u t e name="name" use=" requ i r ed ">
33 <xs:s impleType>
34 <x s : r e s t r i c t i o n base=" x s : s t r i n g ">
35 <xs :enumerat ion value="LinkFeedbackRequest "/>
36 <xs :enumerat ion value="NewLinkRequest"/>
37 </ x s : r e s t r i c t i o n>
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38 </ xs :s impleType>
39 </ x s : a t t r i b u t e>
40 </xs:complexType>
41 </ xs : e l ement>
42 </xs:schema>
Esta denic~ao pode ainda ser visualizada de uma forma mais intuitiva e compacta
atraves do diagrama da gura B.10.
A tabela B.10 descreve, para cada elemento da mensagem XML, o nome dos seus
atributos bem como o tipo de dados permitido, tipo de utilizac~ao (obrigatoria/opcional) e
valores por defeito.
Descrita toda a sintaxe deste tipo de mensagem enviada pelo cliente IPTV para o
servidor IPTV com um feedback relativo a um conteudo assistido, segue-se agora a descric~ao
sema^ntica e funcional de cada elemento XML e seus atributos (quando estes existem).
Elemento comunication Este elemento XML e obrigatorio e e a \raz" da arvore XML
denida pela mensagem. A sua funcionalidade restringe-se a ser o elemento base
que contem todos os outros semanticamente mais importantes e n~ao possui atributos
especcos.
Elemento command Este elemento obrigatorio dene e identica o tipo de mensagem
de que se trata. Para o caso de mensagens Link Feedback Request este elemento
possui sempre o seu unico atributo (que tambem e obrigatorio) \name" com o valor
igual a \LinkFeedbackRequest", que e o identicador deste tipo de mensagens.
Elemento user Este elemento XML obrigatorio contem nos seus atributos a informac~ao
que sera usada para autenticar este pedido (operac~ao) e associar o mesmo a um
utilizador com sess~ao previamente iniciada no sistema. Os atributos deste elemento
e sua sema^ntica s~ao:
sessionid Atributo obrigatorio que contem um identicador numerico que permite
relacionar o utilizador com a sua actual sess~ao activa no sistema. A necessi-
dade deste atributo tem como objectivo n~ao so a identicac~ao do utilizador que
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command
attributes
name
user
attributes
sessionid
sessioncode
previouslink
attributes
playedtime
playedperc
modename
id
feedbackname
Figura B.10: Diagrama das relac~oes entre os elementos e atributos para mensagens do tipo
Link Feedback Request.
Elemento Nome do
Atributo
Tipo do
Atributo
Uso do
Atributo
Default do
Atributo
communication { { { {
command name string obrigatorio {
user
sessionid long obrigatorio {
sessioncode string obrigatorio {
previouslink
id long obrigatorio {
modename string obrigatorio {
feedbackname double obrigatorio {
playedperc double obrigatorio {
playedtime long obrigatorio {
Tabela B.10: Tabela dos elementos e atributos para mensagens do tipo Link Feedback
Request
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requer a operac~ao mas tambem o estabelecimento de polticas de seguranca e
autenticac~ao;
sessioncode Atributo obrigatorio que contem uma cadeia de caracteres que permite
ao sistema vericar a autenticidade da operac~ao requisitada pela mensagem
XML. Este campo em conjunto com o sessionid permite a identicac~ao da sess~ao
do utilizador no sistema (se esta existir) e permite tambem o estabelecimento
de polticas de seguranca na realizac~ao das operac~oes.
Elemento previouslink Este elemento XML obrigatorio permite que o cliente IPTV
envie a classicac~ao (feedback) relativa a um conteudo acedido anteriormente. Os
atributos deste elemento e sua sema^ntica s~ao:
id Atributo obrigatorio que contem um identicador numerico que permite identi-
car o conteudo multimedia inequivocamente na base de dados. Este atributo
permite efectuar o relacionamento entre a classicac~ao do utilizador (feedback)
e o conteudo multimedia respectivo;
modename Atributo obrigatorio que contem o identicador do modo de visual-
izac~ao que o utilizador usou para assistir ao conteudo em quest~ao (ambiente de
visualizac~ao). Este atributo permite estabelecer a relac~ao entre o feedback do
utilizador, o conteudo assistido e o modo de visualizac~ao utilizado, contribuindo
para a construc~ao do perl do utilizador;
feedbackname Atributo obrigatorio que contem o identicador (nome) relativo
a classicac~ao (feedback) dada pelo utilizador ao conteudo multimedia assis-
tido anteriormente. A classicac~ao e efectuada segundo nveis especcos que
traduzem as prefere^ncias do utilizador pelos conteudos assistidos (\I Like it",
\Don't like it", etc.);
playedperc Atributo obrigatorio que identica a percentagem (no intervalo [0.0,
1.0]) do conteudo multimedia em quest~ao reproduzida pelo cliente IPTV. Este
atributo e utilizado pelo sistema para recolha de informac~ao mais especca
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sobre a experie^ncia de utilizac~ao do servico de IPTV e construc~ao do perl do
utilizador;
playedtime Atributo obrigatorio que possui a quantidade de tempo (em milise-
gundos) reproduzido pelo cliente IPTV relativo ao conteudo em quest~ao. Este
atributo e utilizado pelo sistema para recolha de informac~ao mais especca so-
bre a experie^ncia de utilizac~ao do servico de IPTV e construc~ao do perl do
utilizador.
Um exemplo de instanciac~ao deste modelo de mensagens numa mensagem XML, pode
ser visto seguidamente.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML sent by the IPTV Cl i en t to the IPTV Server with the feedback r e l a t e d to a s p e c i f i c
content .
4 NOTE: 'Time ' in ' hh:mm:ss [ . f . . . ] ' format ;
5 ' s e s s i oncode ' without ' s e s s i o n i d ' at the end . ' s e s s i oncode ' must have exac t l y 32
cha ra c t e r s .
6 ' p layedperc ' in the s e t [ 0 . 0 , 1 . 0 ] ;
7 ' p layer t ime ' in m i l l i s e c ond s .
8   >
9 <communication xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
10 <command name="LinkFeedbackRequest "/>
11 <user s e s s i o n i d="10" s e s s i oncode="1 fea143b66b02696ead45f facb792347 "/>
12 <p r ev i ou s l i n k id="1" modename=" f r i e n d s " feedbackname=" I l i k e i t " playedperc=" 0.545 "
playedtime="8447"/>
13 </communication>
B.11 Mensagem Command Request
Esta mensagem permite que um cliente IPTV envie um pedido com um comando ou
operac~ao que n~ao exija a autenticac~ao de qualquer utilizador para ser executada. O servidor
ao receber uma mensagem deste tipo ira responder sempre com uma mensagem Command
Response (secc~ao B.12), cujo conteudo pode variar entre a conrmac~ao da execuc~ao do
comando com sucesso, a resposta a operac~ao requerida ou a informac~ao de um problema
detectado.
A denic~ao formal em XSD para este tipo de mensagem pode ser encontrada de seguida.
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1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML Schema o f the message sent by the IPTV Cl i en t to the IPTV Server with an
con f i gu r a t i on / in fo rmat ion reques t .
4   >
5 <xs:schema xmlns :xs=" ht tp : //www.w3 . org /2001/XMLSchema">
6 <xs : e l ement name="communication">
7 <xs:complexType>
8 <xs : s equence>
9 <xs : e l ement r e f="command"/>
10 <xs : e l ement r e f=" reques t "/>
11 </ xs : s equence>
12 </xs:complexType>
13 </ xs : e l ement>
14 <xs : e l ement name="command">
15 <xs:complexType>
16 <x s : a t t r i b u t e name="name" use=" requ i r ed ">
17 <xs:s impleType>
18 <x s : r e s t r i c t i o n base=" x s : s t r i n g ">
19 <xs :enumerat ion value="CommandRequest"/>
20 </ x s : r e s t r i c t i o n>
21 </ xs :s impleType>
22 </ x s : a t t r i b u t e>
23 </xs:complexType>
24 </ xs : e l ement>
25 <xs : e l ement name=" reques t ">
26 <xs:complexType>
27 <x s : a t t r i b u t e name="name" use=" requ i r ed ">
28 <xs:s impleType>
29 <x s : r e s t r i c t i o n base=" x s : s t r i n g ">
30 <xs :enumerat ion value="Conf igurat ion "/>
31 <xs :enumerat ion value="Ping"/>
32 </ x s : r e s t r i c t i o n>
33 </ xs :s impleType>
34 </ x s : a t t r i b u t e>
35 <x s : a t t r i b u t e name="data" type=" x s : s t r i n g " use=" opt i ona l "/>
36 <x s : a t t r i b u t e name=" de s c r i p t i o n " type=" x s : s t r i n g " use=" opt i ona l "/>
37 </xs:complexType>
38 </ xs : e l ement>
39 </xs:schema>
Esta denic~ao pode ainda ser visualizada de uma forma mais intuitiva e compacta
atraves do diagrama da gura B.11.
A tabela B.11 descreve, para cada elemento da mensagem XML, o nome dos seus
atributos bem como o tipo de dados permitido, tipo de utilizac~ao (obrigatoria/opcional) e
valores por defeito.
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command
attributes
name
request
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name
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Figura B.11: Diagrama das relac~oes entre os elementos e atributos para mensagens do tipo
Command Request.
Elemento Nome do
Atributo
Tipo do
Atributo
Uso do
Atributo
Default do
Atributo
communication { { { {
command name string obrigatorio {
request
name string obrigatorio {
data string opcional {
description string opcional {
Tabela B.11: Tabela dos elementos e atributos para mensagens do tipo Command Request
210
Anexo B. Descric~ao das Mensagens XML e Respectiva Sintaxe XSD
Descrita toda a sintaxe deste tipo de mensagem enviada pelo cliente IPTV para o
servidor IPTV, segue-se agora a descric~ao sema^ntica e funcional de cada elemento XML e
seus atributos (quando estes existem).
Elemento comunication Este elemento XML e obrigatorio e e a \raz" da arvore XML
denida pela mensagem. A sua funcionalidade restringe-se a ser o elemento base
que contem todos os outros semanticamente mais importantes e n~ao possui atributos
especcos.
Elemento command Este elemento obrigatorio dene e identica o tipo de mensagem
de que se trata. Para o caso de mensagens Command Request este elemento possui
sempre o seu unico atributo (que tambem e obrigatorio) \name" com o valor igual a
\CommandRequest", que e o identicador deste tipo de mensagens.
Elemento request Este elemento XML obrigatorio contem nos seus atributos os da-
dos referentes ao comando/operac~ao pretendida. Os atributos deste elemento e sua
sema^ntica s~ao:
name Atributo obrigatorio que contem o identicador textual do comando/operac~ao
a realizar;
data Atributo opcional que contem dados em forma de texto utilizados na realizac~ao
da operac~ao/comando identicada pelo atributo \name";
description Atributo opcional que contem (no formato de texto) dados suple-
mentares a realizac~ao da operac~ao/comando pretendido.
Seguem-se dois exemplos de instanciac~ao deste modelo de mensagem com todos os
elementos e atributos possveis. O primeiro refere-se a um comando \Ping" na camada
protocolar da aplicac~ao denida pelo servidor de IPTV e o segundo refere-se ao pedido de
uma estrutura XML contendo informac~oes especcas de congurac~ao do cliente. Ambos
podem ser vistos seguidamente.
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1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML sent by the IPTV Cl i en t to the IPTV Server with a reques t f o r a ' ping ' message in
the l ay e r de f ined by the IPTV Server .
4 I f on l ine , the s e r v e r w i l l respond with a 'CommandResponse   Pong ' message .
5   >
6 <communication xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
7 <command name="CommandRequest"/>
8 <r eques t name="Ping" data="Data to be returned by the s e r v e r ( opc iona l ) "
d e s c r i p t i o n=" de s c r i p t i o n ( opc iona l ) "/>
9 </communication>
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML sent by the IPTV Cl i en t to the IPTV Server with a reques t f o r a
c on f i gu r a t i on / in fo rmat ion de s c r ibed in the f i e l d ' data ' .
4 The s e r v e r w i l l respond with the requested data in a 'CommandResponse ' XML message .
5   >
6 <communication xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
7 <command name="CommandRequest"/>
8 <r eques t name="Conf igurat ion " data=" Intere s tAreaTree " d e s c r i p t i o n="Basic I n t e r e s t Area
Tree ( opc iona l f i e l d ) "/>
9 </communication>
B.12 Mensagem Command Response
Esta mensagem permite ao servidor IPTV responder aos mais variados pedidos de uma
forma padr~ao. Desde a uma mensagem Command Request (secc~ao B.11) com um comando
ou operac~ao que n~ao exija a autenticac~ao de qualquer utilizador para ser executada, ate a
uma qualquer mensagem recebida caso exista algum erro de sintaxe/sema^ntica na recepc~ao
desta ou durante a execuc~ao das tarefas associadas a mesma, esta mensagem permite dar
um feedback linear ao cliente IPTV. Caso n~ao exista um tipo de resposta mais especco
e especializado para uma determinada mensagem recebida, no limite sera usado este tipo
de mensagem como resposta, reectindo o estado de recepc~ao, estado do parsing e retorno
da execuc~ao das tarefas subjacentes.
Para alem destes dados, esta mensagem contem opcionalmente um elemento de nome
nested (dentro do elemento response) que suporta quaisquer elementos XML dentro do
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mesmo. Esta caracterstica reveste-se de extrema utilidade, permitindo o envio de qual-
quer tipo de informac~ao de uma forma organizada. Um exemplo desta funcionalidade e
a resposta enviada a uma mensagem User Authentication (secc~ao B.1) que, no caso de
sucesso, sera uma mensagem Command Response em que no elemento nested s~ao enviados
os dados do respectivo utilizador para tratamento pelo cliente IPTV.
A denic~ao formal em XSD para este tipo de mensagem pode ser encontrada de seguida.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !   ed i t ed with XMLSpy v2008 r e l . 2 sp2 ( h t tp : //www. a l tova . com) by SHOCK (SHOCK)   >
3 < !  
4 XML Schema o f the message sent by the IPTV Server to the IPTV Cl i en t with the response
to one command made p r ev i ou s l y by the IPTV Cl i en t .
5   >
6 <xs:schema xmlns :xs=" ht tp : //www.w3 . org /2001/XMLSchema">
7 <xs : e l ement name="communication">
8 <xs:complexType>
9 <xs : s equence>
10 <xs : e l ement r e f="command"/>
11 <xs : e l ement r e f=" response "/>
12 </ xs : s equence>
13 </xs:complexType>
14 </ xs : e l ement>
15 <xs : e l ement name="command">
16 <xs:complexType>
17 <x s : a t t r i b u t e name="name" use=" requ i r ed ">
18 <xs:s impleType>
19 <x s : r e s t r i c t i o n base=" x s : s t r i n g ">
20 <xs :enumerat ion value="CommandResponse"/>
21 </ x s : r e s t r i c t i o n>
22 </ xs :s impleType>
23 </ x s : a t t r i b u t e>
24 </xs:complexType>
25 </ xs : e l ement>
26 <xs : e l ement name=" response ">
27 <xs:complexType>
28 <xs : s equence>
29 <xs : e l ement name="nested " minOccurs="0">
30 <xs:complexType>
31 <xs : s equence>
32 <xs :any />
33 </ xs : s equence>
34 </xs:complexType>
35 </ xs : e l ement>
36 </ xs : s equence>
37 <x s : a t t r i b u t e name="name" use=" requ i r ed ">
38 <xs:s impleType>
39 <x s : r e s t r i c t i o n base=" x s : s t r i n g ">
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40 <xs :enumerat ion value="OK"/>
41 <xs :enumerat ion value="CANCEL"/>
42 <xs :enumerat ion value="FAIL"/>
43 <xs :enumerat ion value="ERROR"/>
44 <xs :enumerat ion value="PONG"/>
45 </ x s : r e s t r i c t i o n>
46 </ xs :s impleType>
47 </ x s : a t t r i b u t e>
48 <x s : a t t r i b u t e name="data" type=" x s : s t r i n g " use=" opt i ona l "/>
49 <x s : a t t r i b u t e name=" de s c r i p t i o n " type=" x s : s t r i n g " use=" opt i ona l "/>
50 </xs:complexType>
51 </ xs : e l ement>
52 </xs:schema>
Esta denic~ao pode ainda ser visualizada de uma forma mais intuitiva e compacta
atraves do diagrama da gura B.12.
A tabela B.12 descreve, para cada elemento da mensagem XML, o nome dos seus
atributos bem como o tipo de dados permitido, tipo de utilizac~ao (obrigatoria/opcional) e
valores por defeito.
Descrita toda a sintaxe deste tipo de mensagem enviada pelo servidor IPTV para o
cliente IPTV, segue-se agora a descric~ao sema^ntica e funcional de cada elemento XML e
seus atributos (quando estes existem).
Elemento comunication Este elemento XML e obrigatorio e e a \raz" da arvore XML
denida pela mensagem. A sua funcionalidade restringe-se a ser o elemento base
que contem todos os outros semanticamente mais importantes e n~ao possui atributos
especcos.
Elemento command Este elemento obrigatorio dene e identica o tipo de mensagem
Elemento Nome do
Atributo
Tipo do
Atributo
Uso do
Atributo
Default do
Atributo
communication { { { {
command name string obrigatorio {
response
name string obrigatorio {
data string opcional {
description string opcional {
nested { { opcional {
Tabela B.12: Tabela dos elementos e atributos para mensagens do tipo Command Response
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command
attributes
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response
attributes
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Figura B.12: Diagrama das relac~oes entre os elementos e atributos para mensagens do tipo
Command Response.
de que se trata. Para o caso de mensagens Command Response este elemento possui
sempre o seu unico atributo (que tambem e obrigatorio) \name" com o valor igual a
\CommandResponse", que e o identicador deste tipo de mensagens.
Elemento response Este elemento XML obrigatorio contem nos seus atributos os dados
referentes ao comando/operac~ao realizada e seu estado nal de execuc~ao. Para alem
destes atributos, este elemento possui ainda um elemento embebido de nome nested
que e opcional. Caso seja usado, e possvel colocar dentro deste qualquer estrutura
XML sintacticamente correcta, conferindo uma grande exibilidade a este tipo de
mensagem. Os atributos do elemento response e sua sema^ntica s~ao:
name Atributo obrigatorio que contem o identicador textual do comando/operac~ao
realizado ou o seu estado nal;
data Atributo opcional que contem dados em forma de texto retornados apos a ex-
ecuc~ao da operac~ao/comando previamente requerido ou ent~ao um identicador
de um sub-comando;
description Atributo opcional que contem (no formato de texto) dados ou de-
scric~oes suplementares retornadas apos a execuc~ao da operac~ao/comando pre-
tendido.
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Seguem-se um exemplo generico de instanciac~ao deste modelo de mensagem com todos
os atributos possveis mas sem a utilizac~ao do elemento nested. Este modelo e muito
utilizado na resposta a comandos/operac~oes quer quando estas falham quer quando ocorrem
com sucesso e n~ao devolvem qualquer valor.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML sent by the IPTV Server to the IPTV Cl i en t with the response f o r a command made
p r ev i ou s l y by the IPTV Cl i en t .
4 This re sponse has an requ i r ed f i e l d named 'name ' , a op t i ona l data block ' data ' and a
d e s c r i p t i o n f i e l d named ' d e s c r i p t i o n ' a l s o op t i ona l .
5   >
6 <communication xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
7 <command name="CommandResponse"/>
8 <re sponse name="OK" data="any data block ( opc iona l ) " d e s c r i p t i o n=" de s c r i p t i o n
( opc iona l ) "/>
9 </communication>
Considerando agora o caso particular de um pedido efectuado com recurso a uma men-
sagem Command Request - Ping, que procede a vericac~ao da ligac~ao na camada protocolar
denida pelo servidor IPTV, a sua resposta e construda com base numa mensagem Com-
mand Response com dados especcos. Esta mensagem possui no atributo name e data do
elemento response o identicador textual constante Pong e a copia dos dados enviados em
data, respectivamente. Segue-se um exemplo da mesma.
1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML sent by the IPTV Server to the IPTV Cl i en t f o r the ping response .
4 This re sponse has an requ i r ed f i e l d named 'name ' , a op t i ona l data block ' data ' and a
d e s c r i p t i o n f i e l d
5 named ' d e s c r i p t i o n ' a l s o op t i ona l .
6   >
7 <communication xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
8 <command name="CommandResponse"/>
9 <re sponse name="pong" data="114887 f7a454cc5d7e7a " d e s c r i p t i o n=" Server echo rep ly ">
10 </ response>
11 </communication>
No caso de um pedido de dados de congurac~ao, mais especicamente, o pedido da
arvore de areas de interesse, os dados ser~ao enviados dentro do elemento nested, pertencente
ao elemento response, como e possvel ver seguidamente. Os atributos name e data do
elemento response possuem respectivamente o estado e o nome da congurac~ao pedida.
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1 <?xml ve r s i on=" 1 .0 " encoding="UTF 8"?>
2 < !  
3 XML sent by the IPTV Server to the IPTV Cl i en t with the i n t e r e s t area t r e e .
4 This re sponse has an requ i r ed f i e l d named 'name ' , a op t i ona l data block ' data ' and a
d e s c r i p t i o n f i e l d
5 named ' d e s c r i p t i o n ' a l s o op t i ona l .
6   >
7 <communication xmlns :x s i=" ht tp : //www.w3 . org /2001/XMLSchema i n s t ance ">
8 <command name="CommandResponse"/>
9 <re sponse name="OK" data=" Intere s tAreaTree ">
10 <nested>
11 < i n t e r e s t a r e a t a b l e minrate=" 0 .0 " maxrate=" 1 .0 " d e f a u l t r a t e=" 0 .5 ">
12 <area name=" a l l " synonyms="*" d e s c r i p t i o n=" a l l i n t e r e s t a reas ">
13 <area name=" spor t " synonyms="desporto " d e s c r i p t i o n="Al l spo r t s in the world ! ">
14 <area name=" f o o t b a l l " synonyms=" fu t ebo l " d e s c r i p t i o n="A game with a b a l l and
11 p l aye r s . ">
15 </ area>
16 <area name=" v o l l e y b a l l " synonyms=" v o l e i " d e s c r i p t i o n="A game that i s played
with the hands . ">
17 </ area>
18 <area name=" running " synonyms=" co r r i da ">
19 </ area>
20 <area name=" tenn i s " synonyms=" t e n i s " d e s c r i p t i o n="Play i t with racke t s and a
ye l low ba l l ! ">
21 </ area>
22 </ area>
23 <area name=" p o l i t i c s " synonyms=" p o l i t i c a ">
24 </ area>
25 <area name=" educat ion ">
26 </ area>
27 <area name=" ar t " synonyms=" ar t e " d e s c r i p t i o n=" a r t i s t i c th ings ">
28 </ area>
29 </ area>
30 </ i n t e r e s t a r e a t a b l e>
31 </ nested>
32 </ response>
33 </communication>
Qualquer congurac~ao pode ser enviada ao cliente IPTV atraves de uma mensagem
deste tipo. Isto tem como objectivo controlar e padronizar as congurac~oes e dados pre-
sentes nos multiplos (tipos de) clientes IPTV.
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B.13 Estrutura geral das mensagem XML
E de notar que existe um cheiro XML schema com a estrutura e sintaxe global que
qualquer mensagem enviada ou recebida devera respeitar. Esta sintaxe n~ao e mais que a
composic~ao da sintaxe de todas as mensagens permitidas num unico cheiro .xsd.
Devido ao facto deste cheiro conter bastantes linhas de codigo XSD que s~ao redun-
dantes relativamente ao que foi mencionado anteriormente, o mesmo n~ao foi includo aqui.
Para o consultar, basta aceder a pasta do codigo do servidor, especicamente ao directorio
\IPTVFiles/xml/" e, dentro da mesma, ao cheiro \GeneralSchema-Communication.xsd".
Este cheiro e utilizado pelo sistema sempre que chega uma nova mensagem, prove-
niente de um qualquer cliente IPTV. Antes da nova mensagem recebida ser processada
individualmente, e sujeita a uma comparac~ao com as regras presentes em \GeneralSchema-
Communication.xsd", e so depois e validada pelas suas regras especcas e processadas as
tarefas associadas.
Este passo evita que mensagens incorrectas entrem na arvore de decis~ao das tarefas
a executar, criando uma maior protecc~ao contra erros no sistema. Obviamente que esta
vericac~ao/validac~ao extra leva a uma perda de ecie^ncia computacional na execuc~ao do
servidor, podendo ser desactivada caso seja necessario. Tal como esta, qualquer uma das
vericac~oes individuais de sintaxe das mensagens recebidas atraves dos seus respectivos
cheiros XSD pode ser desactivada, aumentando a ecie^ncia computacional do sistema
mas perdendo-se em escalabilidade, robustez e tolera^ncia a erros.
Tal como e vericavel pela anterior descric~ao das mensagens XML implementadas, o
elemento command esta sempre presente em todas elas, possuindo no seu atributo unico
obrigatorio name o nome (sem espacos) da respectiva mensagem. Isto permite reconhecer
o formato da mensagem de forma simples e rapida.
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Anexo C
Exemplo de Utilizac~ao da API
Cliente
Neste anexo sera apresentado um exemplo simples de utilizac~ao da API de comunicac~ao
com o servidor IPTV utilizando HTTP. Este exemplo visa somente ilustrar a metodologia
de funcionamento desta API.
Para mais exemplos e/ou informac~oes sobre o codigo desenvolvido, e favor consultar a
documentac~ao Javadoc fornecida com o codigo da API, bem como outros exemplos que se
encontram no pacote \teste/examples".
1 /*
2 * Example how to use C l i en t API   HTTP.
3 */
4 package examples ;
5 import i p t v c l i e n t e a p i . c on f i g u r a t i o n s . Conf igs ;
6 import i p t v c l i e n t e a p i . s e rve r connec t i on . ServerConnect ion ;
7 import u t i l i t i e s . xml .XML;
8 import u t i l i t i e s . xmlhandler .XMLCommandResponse ;
9 /**
10 * @author Joao f f r
11 */
12 pub l i c c l a s s HTTPExample f
13 /**
14 * HTTP Cl i en t Comunication API example .
15 * @param args / main arguments
16 */
17 pub l i c s t a t i c void main ( St r ing [ ] a rgs ) f
18 St r ing resp = nu l l ;
19 St r ing userSess ionCode = nu l l ;
20 i n t u s e rSe s s i on Id =  1;
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21 /* Create ServerConnect ion ob j e c t and t e s t e HTTP connect ion */
22 ServerConnect ion ht tp s e rv e r =
23 new ServerConnect ion ( " i p t v s e r v e r . s e rveht tp . com" , 2323 ,
24 " c35bb76076877a4dcacc06d1dec30300 " ) ;
25 i f ( h t tp s e rve r . isConnectionOK () ) f
26 System . out . p r i n t l n ( "HTTP connect ion e s t ab l i s h ed ! " ) ;
27 g e l s e f
28 System . out . p r i n t l n ( "IPTV se rv e r seems to be i n a c t i v e (HTTP) . . . " ) ;
29 g
30 /****** User Authent icat ion ************ */
31 resp = ht tp s e rve r . SendUserAuthenticat ion ( " j o a o f f r " ,
"512 d495 f887d7d138 f2e f132 f59c f27c " ,
32 " 93 . 108 . 179 . 170 " , "Window 7" , " F i r e f ox " ,
33 nul l , "AMD" , nul l , nu l l , " a lone " ) ;
34 // Parse XML Str ing   ex t r a c t ' u s e r s e s s i o n i d ' and ' u s e r s e s s i on code ' to use next
35 St r ing comResp = (new XMLCommandResponse(XML. parseXmlString ( resp ) ,
Conf igs .XML FILES PATH) ) . getData ( ) ;
36 userSess ionCode = comResp . sub s t r i ng (0 , Conf igs .SESSION CODE LENGTH) ;
37 u s e rSe s s i on Id = In t eg e r . pa r s e In t ( comResp . sub s t r i ng ( Conf igs .SESSION CODE LENGTH) ) ;
38 System . out . p r i n t l n ( resp ) ;
39 /* ************************************** */
40 /** Send Link Request without feedback **/
41 resp = ht tp s e rve r . SendNewLinkRequest ( use rSe s s i on Id , userSess ionCode ,
42  1, nu l l , nu l l , 0 . 0 , 0) ;
43 System . out . p r i n t l n ( resp ) ;
44 /* ************************************** */
45 /* ****** Send Keep Al ive Se s s i on ******* */
46 resp = ht tp s e rve r . SendKeepAliveSess ion ( use rSe s s i on Id , userSess ionCode ) ;
47 System . out . p r i n t l n ( resp ) ;
48 /* ************************************** */
49 /* ******* Send Link L i s t Request ******* */
50 resp = ht tp s e rve r . SendLinkListRequest ( use rSe s s i on Id , userSess ionCode ,
51 "AnyContent" , 50 , 1 , nu l l , " g o l f " ) ;
52 System . out . p r i n t l n ( resp ) ;
53 /* ************************************** */
54 /* ******** Send Content Feedback ******* */
55 resp = ht tp s e rve r . SendLinkFeedback ( use rSe s s i on Id , userSess ionCode ,
56 5 , " a lone " , " I l i k e i t ! " , 0 . 86 , 319800) ;
57 System . out . p r i n t l n ( resp ) ;
58 /* ************************************** */
59 /* ******* User Deauthent icat ion ******** */
60 resp = ht tp s e rve r . SendUserDeauthent icat ion ( use rSe s s i on Id , userSess ionCode ) ;
61 System . out . p r i n t l n ( resp ) ;
62 /* ************************************** */
63 g
64 g
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