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mogućnosti	 da	 blagovremeno	 i	 tačno	 ukaže	 na	 nedostatke,	 koji	mogu	 u	 bližoj	 ili	
daljoj	 budućnosti	 da	 budu	 uzrok	 narušavanja	 bezbednosti	 radnika,	 ali	 i	 uzrok	
oštećenja	 materijalnih	 dobara	 rudnika.	 Nemogućnost	 donošenja	 pravovremenih	
odluka	 je	 moguće	 izbeći	 uvođenjem	 softverski	 podržanih	 sistema	 za	 praćenje	 i	
analizu	bezbednosti	i	zaštite	na	radu.	
Osnovni	cilj	ove	doktorske	disertacije	 je	definisanje	metodologije	 i	razvoj	modela	
sistema	 upravljanja	 zaštitom	 na	 radu,	 koji	 će	 omogućiti	 savremen,	 adekvatan	 i	
sveobuhvatan	način	praćenja	i	analize	faktora	koji	utiču	na	bezbednost	i	zaštitu	na	
radu.		
Sistem	poslovne	 inteligencije	 za	 upravljanje	 zaštitom	na	 radu	u	 rudarstvu,	 čiji	 je	
razvoj	prikazan	u	ovoj	doktorskoj	disertaciji,	svoje	mesto	nalazi	u	okviru	treće	faze	
Demingovog	 ciklusa	 –	 Provera	 i	 korektivne	mere.	 Evidencija	 i	 analiza	 indikatora	
stanja	 zaštite	 na	 radu,	 kao	 što	 su	 nezgode,	 povrede	 na	 radu	 i	 profesionalna	
oboljenja,	 treba	 da	 omoguće,	 primenom	 savremenih	 informacionih	 tehnologija,	
kompleksnu	 i	 sveobuhvatnu	 analizu	 prikupljenih	 podataka	 i	 ocenu	 uspešnosti	
primenjenih	mera	zaštite	kao	i	unapređenje	procesa	donošenja	odluka	vezanih	za	
poboljšanje	 primenjenih	 i	 izbor	 novih	mera	 pri	 upravljanju	 procesima	 zaštite	 na	
radu	u	rudnicima.	
Razvoj	 sistema	 za	 praćenje	 i	 analizu	 stanja	 zaštite	 na	 radu	 zasnovan	 je	 na	
iterativno‐inkrementalnom	pristupu	vođenom	slučajevima	upotrebe.	 Prva	 faza	 je	
obuhvatila	specifikaciju	korisničkih	zahteva,	odnosno	funkcionalnosti	sistema	koji	
se	 razvija,	 i	 poslovnog	modela	koji	 specificira	arhitekturu	 informacionog	 sistema	
kroz	 konceptualni	 model.	 Dalje	 modeliranje	 je	 obuhvatilo:	 konceptualno	
modeliranje	 podataka	 koje	 daje	 celokupan	 pogled	 na	 sistem,	 strukturno	 koje	
formalizuje	organizaciju	poslovnog	sistema,	procesno	sa	specifikacijom	poslovnih	
aktivnosti	 u	 sistemu	 i	 modeliranje	 ponašanja	 i	 interakcije	 između	 resursa.	
Implementacija	 sistema	 je	 prikazana	 karakterističnim	 komponentama	 sistema	




U	 disertaciji	 su	 istaknute	 ključne	 prednosti	 korišćenja	 ontologija	 kao	 tehnike	 za	
predstavljanje	 znanja	 i	 upravljanje	 kodiranim	 znanjem.	 Značaj	 i	 dobiti	 ovakvog	
pristupa	 su	 prikazani	 kroz	 poslovno	 okruženje	 Elektroprivrede	 Srbije.	 Osim	
povećanja	 dostupnosti,	 pronalaženja	 informacija	 i	 približavanja	 znanja,	 značajan	
doprinos	 ontologije	 RudOnto	 sistemu	 zaštite	 je	 mogućnost	 kontrolisanog	




Mogućnost	 praktične	 primene	 razvijenog	 sistema	 poslovne	 inteligencije	 za	
upravljanje	 zaštitom	 na	 radu	 u	 rudnicima	 ilustrovan	 je	 na	 podacima	 evidencije	
podataka	 iz	 oblasti	 bezbednosti	 i	 zdravlja	 na	 radu	 službi	 zaštite	 na	 površinskim	






























can	 be	 avoided	 by	 introducing	 software‐based	 systems	 for	 the	 monitoring	 and	
analysis	of	occupational	safety	and	protection	at	work.	
The	 basic	 objective	 of	 this	 PhD	 thesis	 is	 to	 define	 a	methodology	 and	 develop	 a	
model	 for	 the	management	of	protection	at	work	 that	will	provide	 for	a	modern,	






accidents,	 injuries	 at	 work	 and	 occupational	 diseases	 should	 enable,	 with	 the	
application	 of	 modern	 information	 technologies,	 a	 complex	 and	 comprehensive	
analysis	of	collected	data,	the	assessment	of	the	performance	of	applied	protection	
measures,	 as	well	 as	 the	 advancement	 of	 the	 decision‐making	process	 related	 to	
the	improvement	of	applied	and	selection	of	new	measures	in	the	management	of	
occupational	safety	processes	in	mines.	
The	 development	 of	 a	 system	 for	 the	 monitoring	 and	 analysis	 of	 the	 state	 of	
occupational	 safety	 is	based	on	an	 iterative	and	 incremental	approach	guided	by	
application	 cases.	 The	 first	 phase	 encompassed	 the	 specification	 of	 user	
requirements,	 i.e.	 functions	 of	 the	 developing	 system	 and	 a	 business	 model	
specifying	the	architecture	of	the	information	system	through	a	conceptual	model.	
Further	modelling	encompassed	the	following:	conceptual	modelling	of	data	giving	
a	 comprehensive	 overview	 of	 the	 system,	 structural	 modelling	 formalising	 the	
organisation	of	the	business	system,	processing	modelling	with	the	specification	of	
business	 activities	 in	 the	 system	and	modelling	of	 the	behaviour	 and	 interaction	
between	 resources.	 The	 implementation	 of	 the	 system	 is	 illustrated	 with	 the	
characteristic	 components	 of	 the	 injury	 and	 illness	 recordkeeping	 and	 reporting	
system	of	the	occupational	safety	service	unit	with	a	special	emphasis	on	records	





for	 the	 presentation	 of	 knowledge	 and	 management	 of	 coded	 knowledge.	 The	
significance	and	benefits	of	such	an	approach	are	presented	 in	the	context	of	 the	
business	 environment	 of	 the	 Electric	 Power	 Industry	 of	 Serbia.	 Apart	 from	
enhanced	 accessibility,	 information	 retrieval	 and	 knowledge	 management,	 a	
significant	contribution	of	RudOnto	ontology	to	the	safety	management	system	is	
the	possibility	to	provide	for	controlled	updating	of	data.	The	business	intelligence	
model	 for	occupational	safety	 in	mines	 integrates	standard	OLAP	(Online	Analytical	
Processing)	 technologies	 that	 are	 used	 for	 the	 organisation	 of	 large	 business	
databases	and	for	the	support	to	business	intelligence	with	the	RudOnto	ontology.		
The	 possibility	 to	 apply	 the	 developed	 business	 intelligence	 system	 for	 the	




occupational	 safety	 management	 tasks	 and	 enable	 timely	 and	 efficient	 planning	
and	 implementation	 of	 necessary	 protection	 measures	 in	 order	 to	 secure	 the	
improvement	 of	 the	 state	 of	 occupational	 safety	 in	 lignite	 surface	 mines	 within	
Electric	Power	Industry	of	Serbia.		
	


































































































































































































































Istorijski,	 rudarstvo	 je	 grana	 industrije	 sa	 najvišom	 stopom	 smrtnih	 i	 ostalih	
kategorija	 povreda.	 Ovakav	 društveni	 danak	 i	 pritisak	 javnosti	 da	 se	 nešto	
preduzme,	doveo	 je	do	toga	da	se	analiza	stanja	zaštite	na	radu,	evidentiranjem	i	




dužine	 rada	 bez	 nezgoda	 koje	 bi	 rezultirale	 gubitkom	 radnog	 vremena.	 Primera	
radi,	u	1926.	godini,	Carnegie	Steel	Company	(SAD)	se	hvalila	sa	2,6	miliona	radnih	
sati	 bez	 nezgoda	 koje	 bi	 dovele	 do	 gubitka	 radnog	 vremena.	 Iste	 godine	 Illinois	





raznih	 povreda,	 sa	 srednjom	 nacionalnom	 stopom	 povređivanja	 od	 31,9	 na	 100	
radnika	(Petersen,	1996).	








Ekonomski	 i	 socijalni	 razvoj	 takođe	 menjaju	 svakodnevni	 život	 radnika.	 Uprkos	
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napretku	koji	je	postignut,	bezbednost,	zdravlje	i	radni	uslovi	i	dalje	ostaju	teški	ili	
dovede	 do	 novih	 problema,	 kao	 rezultat	 ovih	 promena.	Mogu	 li	 uslovi,	 u	 kojima	
muškarci	i	žene	širom	sveta	rade,	biti	unapređeni	kako	bi	se	zadovoljile	potrebe	i	
legitimna	 očekivanja	 radnika?	 Ovo	 pitanje	 je	 od	 primarnog	 značaja	 za	 vlade,	
poslodavce,	rukovodstvo	i	radnike	širom	sveta.	
Složeni	 uslovi	 u	 kojima	 današnji	 radnik	 (rudar)	 privređuje	 usložnjavaju	 i	 način	































strane	onih	na	koje	 se	odnosi	 i	 na	kraju,	 ali	ne	 i	 najmanje	važno,	 jednostavan	 za	
korišćenje.	 Iako	ni	 jedan	sistem	neće	 raditi	 efikasno	u	svim	organizacijama,	neka	
osnovna	načela	su	univerzalna:	
 Bezbednost	i	zaštita	na	radu	su	funkcija	upravljanja	i	shodno	tome	moraju	
biti	 adekvatno	 vođene.	 Ovo	 nameće	 potrebu	 visoke	 posvećenosti	 i	
uključenosti	rukovodstva;	
 Jedinstveni	 elementi	 sistema	 proizvode	 skup	 definisanih	 obaveza	 i	
odgovornosti	 u	 vezi	 sa	 određenim	 aktivnostima	 na	 svim	 nivoima	
organizacije;	
 Nezgode,	 povrede	 i	 bolesti	 su	 indikatori	 problema	u	 sistemu,	 a	 ne	 prosto	
ljudske	greške;	
 Ciljevi	 poslovanja	 moraju	 da	 odražavaju	 ciljeve	 upravljanja,	 odnosno	
poimanje	 sistema	 bezbednosti	 i	 zaštite	 na	 radu	 ne	 sme	 da	 bude	 samo	
deklarativno.	
U	osnovi	 svih	načela	 jeste	prevencija	povreda	na	 radu	 i	profesionalnih	oboljenja.	
Na	 koji	 način	 i	 u	 kojoj	 meri	 ćemo	 to	 uspeti	 da	 postignemo,	 zavisi	 od	 naše	
sposobnosti	 da	 iste	 kvantifikujemo	 i	 pratimo,	 odnosno	 pretvorimo	 u	 korisnu	
informaciju.	Mogućnost	prikupljanja	velike	količine	podataka	je	prednost	sama	po	
sebi.	 Međutim,	 nameće	 se	 pitanje,	 šta	 sa	 svim	 tim	 podacima,	 budući	 da	 sirovi	
podaci	 u	 jednoj	 bazi	 podataka	 još	 uvek	 nisu	 odgovarajuća	 kvalitetna	 podloga	 za	
donošenje	meritornih	odluka.	
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Suština	 prikupljanja	 podataka	 je	 sticanje	 znanja,	 odnosno	 potvrđivanje	 i	 širenje	
znanja.	 Prenoseći	 ta	 znanja	 na	 druge,	 možemo	 unaprediti	 celokupan	 sistem	
upravljanja	 bezbednošću	 i	 zaštitom	 na	 radu.	 Prikupljanje	 podataka	 i	 njihova	
analiza,	primenom	savremenih	informacionih	tehnologija,	odnosno	njenih	metoda	
i	postupaka	(istraživanje	podataka,	istraživanje	teksta,	poslovna	inteligencija	i	sl.)	
omogućava	 ne	 samo	 jednostavnu	 analizu	 navedenih	 podataka	 nego	 i	 otkrivanje	
veza	između	njih	koje	nisu	intuitivne	i	vidljive	na	prvi	pogled.	
Prednost	 upotrebe	 savremenih	 informatičkih	metoda	 leži	 u	 njihovoj	mogućnosti	
analiziranja	velikih	količina	podataka.	Korišćenje	takvih	analiza	može	da	ima	veliki	
i	pozitivan	uticaj	na	 industriju	uopšte,	odnosno	na	rudarsku	industriju,	pre	svega	
kada	 je	 u	 pitanju	 oblast	 zaštite	 na	 radu.	 U	 konkretnom	 slučaju,	 korist	 detaljnih	
analiza	 baze	 podataka	 o	 nezgodama	 i	 povredama	 na	 radu	 omogućava	 bolje	
razumevanje	 sistema	 zaštite,	 prepoznavanje	 loših	 “karika	 u	 lancu”	 zaštite,	 i	 na	
kraju,	 ali	možda	 i	 najznačajnije,	 omogućava	 bolje	 razumevanje	 načina	 na	 koji	 su	




Mogućnost	 generisanja	 i	 prikupljanja	 podataka	 je	 rapidno	 porasla	 u	 nekoliko	
poslednjih	dekada.	To	je	nametnulo	potrebu	za	tehnologijom	odnosno	postupcima,	
koji	 će	 pomoći	 korisniku	 da	 ogromnu	 količinu	 podataka	 transformišu	 u	 korisnu	
informaciju.	Jedna	od	tih	tehnologija	odnosno	postupka	je	poslovna	inteligencija.	
Poslovna	inteligencija	predstavlja	skup	aplikacija,	alata	i	tehnologija	namenjenih	za	
sakupljanje,	 skladištenje,	 čitanje	 i	 analizu	 podataka	 u	 cilju	 podrške	 u	 procesu	
odlučivanja	i	upravljanja	performansama	poslovnog	sistema.	
Većina	 definicija	 se	 slaže	 da	 poslovna	 inteligencija	 treba	 da	 omogući	 podršku	 u	
definisanju	 osnovnih	 pravaca	 razvoja	 kompanije,	 odnosno	 u	 procesu	 upravljanja	
kompanijom,	 kroz	 analizu	 podataka	 i	 izveštavanje.	 Drugim	 rečima,	 poslovna	
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inteligencija,	 bez	obzira	na	kom	se	nivou	koristi,	 predstavlja	 jedan	od	 elemenata	
strateškog	upravljanja	kompanijom,	pa	tako	i	procesom	zaštite	na	radu.	
Imajuću	u	vidu	napred	rečeno,	može	se	zaključiti	da	je	zaštita	na	radu	relevantna	
za	 sve	 oblasti	 ljudske	 aktivnosti	 i	 shodno	 tome	 je	 „obaveza“	 i	 odgovornost	 u	
procesu	 upravljanja.	 U	 situacijama	 kada	 se	 posao	 ostvaruje	 kroz	 proces	





Značaj	 zaštite	 na	 radu	 se	 sagledava	 sa	 humanog,	 socijalnog	 i	 ekonomskog	
stanovišta	 i	 za	 njenu	 kvalitetnu	 implementaciju	 zainteresovani	 su	 svi	 nosioci	
bezbednosti	i	zaštite	na	radu	a	prvenstveno	sami	zaposleni.	
Socijalni	 značaj,	 u	najvećoj	meri,	 se	 ogleda	u	broju	 zaposlenih	koji	 se	povrede	 ili	
smrtno	stradaju	na	radnom	mestu,	kada	brigu	o	njima	i	njihovoj	porodici	preuzima	
društvo.	
Ekonomska	 dimenzija	 bezbednosti	 i	 zaštite	 na	 radu	 iskazuje	 se	 finansijskim	
pokazateljima	 koji	 su	 u	 direktnoj	 zavisnosti	 od	 broja	 i	 težine	 povreda	 kao	 i	
učestalosti	 havarija	 na	 mašinama	 koje,	 kao	 rezultat,	 imaju	 povrede	 radnika	 i	
odsustvo	sa	radnog	mesta.	Sa	aspekta	velikih	finansijskih	izdataka,	u	smislu	lečenja	
radnika,	 troškova	 njegove	 zarade	 kada	 je	 odsutan	 sa	 radnog	 mesta,	 popravki	
havarisanih	 mašina	 i	 sl.,	 poslodavac	 ima	 neposredan	 interes	 da	 mere	 koje	
obezbeđuju	bezbednost	i	zaštitu	na	radu	budu	na	najvišem	nivou.	
Pojam	zaštite	na	radu	podrazumeva	sve	mere	i	aktivnosti	koje	treba	preduzeti	da	
bi	 se	 obezbedio	 siguran	 i	 bezbedan	 rad.	 Osnovni	 zadatak	 službe	 zaštite	 na	 radu	
jeste	 prevencija	 nastanka	 pojedinačnih	 ili	 masovnih	 povreda	 radnika.	 Problem	
povreda	 ili	nesreća	na	radu	 je	 jedan	od	aktuelnih,	akutnih	 i	značajnih	problema	 i	








od	 strane	 odgovornih	 lica	 što	 ukazuje	 na	 nužnost	 osavremenjavanja	 službe	 za	





odgovarajućih	 odluka	 od	 strane	 rukovodstva,	 bez	 obzira	 na	 njegovu	 poziciju	 u	
hijerarhiji	 kompanije.	 Pomenute	 odluke,	 između	 ostalog,	 treba	 da	 obezbede	
funkcionalnost	sistema	bezbednosti	i	zaštite	na	radu,	kao	dela	integralnog	sistema	
upravljanja	kompanijom.	Suština	donošenja	ispravnih	odluka	bazira	se	na	korisnoj	










 omogućava	 uspešno	 upravljanje,	 jer	 dovodeći	 u	 vezu	 uzroke	 i	 posledice,	
velikim	delom	trasira	rešenje,	i	
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 uči	 nas	 da	ne	 ponavljamo	 greške	načinjene	 u	 prošlosti,	 koje	 za	 posledicu,	
pored	materijalnih	 i	 ljudskih	stradanja	kao	najgoreg	oblika,	 imaju	potrebu	
prikupljanja	podataka	i	informacija	o	njima.	
U	 tom	 smislu,	 predmet	 istraživanja	 ove	 doktorske	 disertacije	 jesu	 mogućnosti	
primene	 savremenih	 informacionih	 tehnologija,	 metoda	 i	 postupaka,	 u	 analizi	
indikatora	 stanja	 zaštite	 na	 radu	 (nezgoda,	 povreda	 i	 profesionalna	 oboljenja),	
dobijanju	korisnih	informacija	i	sticanju	znanja,	koje	treba	da	unapredi	donošenje	
odluka	 i	 upravljanje	 sistemom	 bezbednosti	 i	 zaštite	 na	 radu	 u	 rudarskom	
okruženju.	
1.3. Ciljevi	i	metodologija	istraživanja	





izvršioci	 –	 rudari,	 moraju	 da	 se	 oslanjaju	 na	 protokole,	 „post‐hok“	 analize	
prethodnih	incidenata	i	primenu	znanja,	stečenog	u	drugim	okolnostima,	a	koje	se	
može	 primeniti	 u	 potencijalno	 kritičnoj	 situaciji	 u	 rudarskoj	 industriji.	 U	 tom	




mogućnosti	 da	 blagovremeno	 i	 tačno	 ukaže	 na	 nedostatke,	 koji	mogu	 u	 bližoj	 ili	
daljoj	 budućnosti	 da	 budu	 uzrok	 narušavanja	 sigurnosti	 radnika,	 ali	 i	 uzrok	
oštećenja	 materijalnih	 dobara	 rudnika.	 Nemogućnost	 donošenja	 pravovremenih	
odluka,	 jedne	 od	 karika	 u	 lancu	 upravljanja,	 danas	 je	moguće	 izbeći	 uvođenjem	
softverski	podržanih	sistema	za	praćenje	i	analizu	bezbednosti	i	zaštite	na	radu.	
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Vođenje	 evidencija	 u	 oblasti	 zaštite	 na	 radu	 definisano	 je	 Pravilnikom	 o	
evidencijama	 u	 oblasti	 bezbednosti	 i	 zdravlja	 na	 radu	 (RS,	 2007).	 Prema	 tom	
pravilniku	poslodavac	 je	dužan	da	vodi	 i	čuva	evidenciju	o	velikom	broju	činilaca	
sistema	zaštite	na	radu:	1)	radnim	mestima	sa	povećanim	rizikom;	2)	zaposlenima	
raspoređenim	 na	 radna	 mesta	 sa	 povećanim	 rizikom	 i	 lekarskim	 pregledima	
zaposlenih	raspoređenih	na	ta	radna	mesta;	3)	povredama	na	radu,	profesionalnim	
oboljenjima	 i	 bolestima	 u	 vezi	 sa	 radom;	 4)	 zaposlenima	 osposobljenim	 za	
bezbedan	i	zdrav	rad;	5)	opasnim	materijama	koje	koristi	u	toku	rada;	6)	izvršenim	
ispitivanjima	radne	okoline;	7)	izvršenim	pregledima	i	ispitivanjima	opreme	za	rad	
i	sredstava	 i	opreme	za	 ličnu	zaštitu	na	radu;	8)	prijavama	smrtnih,	kolektivnih	 i	
teških	povreda	na	radu,	povreda	na	radu	zbog	kojih	zaposleni	nije	sposoban	za	rad	
više	 od	 tri	 uzastopna	 radna	 dana,	 profesionalnih	 oboljenja	 odnosno	 oboljenja	 u	
vezi	sa	radom	zaposlenog	 i	opasnih	pojava	koje	bi	mogle	da	ugroze	bezbednost	 i	
zdravlje	zaposlenih.	Evidencija	svih	navedenih	parametara	za	posledicu	ima	veliki	
broj	 podataka,	 potencijalnih	 informacija,	 koje	 omogućavaju	 uspešno	 upravljanje	
zaštitom	 na	 radu,	 pod	 jednim	 uslovom	 –	 da	 su	 dostupne	 u	 pravo	 vreme	 i	 na	
pravom	mestu.	Osnovni	 zahtev	koji	 sistem	za	praćenje	 i	 analizu	 stanja	 zaštite	na	
radu	 treba	 da	 ispuni	 je	 da	 na	 osnovu	 broja	 povreda	 i	 pojave	 profesionalnih	








Pored	definisanja	metodologije	 i	 razvoja	modela	 sistema	upravljanja	 zaštitom	na	
radu,	 cilj	 ove	 doktorske	 disertacije	 je	 i	 razvoj	 sistema	 poslovne	 inteligencije	 za	
upravljanje	zaštitom	na	radu	u	 rudarskoj	 industriji.	 Sistem	poslovne	 inteligencije	




povreda,	 fizičko‐hemijskih	 štetnosti,	 radna	 mesta	 sa	 posebnim	 uslovima	 rada,	
zdravstveni	pregledi	radnika,	obuka,	itd.)	s	ciljem	povećanja	bezbednosti	radnika	i	
efikasnijeg	poslovanja	preduzeća.	
U	 vezi	 sa	 tim,	 zadatak	 doktorske	 disertacije	 je	 i	 razvoj	 softvera,	 kao	 elementa	
logističke	 podrške	 projektovanom	 integralnom	 modelu.	 Softver	 je	 razvijen	 do	








 podršku	 u	 odlučivanju	 zasnovanu	 na	 bazi	 znanja	 i	 mehanizmima	
zaključivanja	vezanim	za	poslovnu	inteligenciju.	
Definisanjem	 metodologije	 i	 razvojem	 modela	 sistema	 poslovne	 inteligencije	 za	
upravljanje	zaštitom	na	radu,	automatizuje	se,	sistemski	rešava,	ubrzava	i	olakšava	
praćenje	i	evidencija	ključnih	elemenata	u	sistemu	bezbednosti	i	zdravlja	na	radu	i	
istovremeno	 omogućava	 pravovremeno	 i	 adekvatno	 donošenje	 odluka	 u	 vezi	 sa	
zaštitom	 na	 radu.	 Takav	 pristup	 u	 organizovanju	 bezbednosti	 i	 zaštite	 na	 radu,	
jedan	 je	od	preduslova	efikasnijeg	poslovanja	 i,	pre	svega,	ostvarivanja	osnovnog	
principa	zaštite	na	radu	–	prevencije.	
Metodologija	 istraživanja	 primenjena	 pri	 razvoju	 sistema	 za	 praćenje	 i	 analizu	
stanja	 zaštite	 na	 radu	 zasnovana	 je	 na	 iterativno‐inkrementalnom	 principu	
vođenom	 slučajevima	 upotrebe.	 U	 okviru	 prve	 faze,	 koja	 se	 odnosi	 na	 razvoj	
konceptaulnog	 modela,	 vrši	 se	 specifikacija	 funkcionalnosti	 sistema	 i	 poslovnog	
modela	 koji	 specificira	 arhitekturu	 informacionog	 sistema.	 Dalje	 modeliranje	
uključuje:	 konceptualno	 modeliranje	 podataka	 koje	 daje	 celokupan	 pogled	 na	
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sistem,	 strukturno	 koje	 formalizuje	 organizaciju	 poslovnog	 sistema,	 procesno	 sa	
specifikacijom	poslovnih	aktivnosti	u	sistemu	i	modeliranje	ponašanja	i	interakcije	
između	resursa.		
Implementacija	 sistema	 se	 prikazuje	 karakterističnim	 komponentama	 sistema	
evidencije	 službe	 zaštite	 sa	 posebnim	 osvrtom	 na	 evidenciju	 povreda.	 Nakon	
završenih	 evidencija	 primenjuju	 se	 analitički	 servisi	 poslovne	 inteligencije	
razvijenog	sistema	u	cilju	ranog	otkrivanja	rizika	od	nezgode,	kroz	analizu	uzroka,	
mesta	 događaja,	 vremena	 kada	 su	 se	 desili,	 težina	 povrede	 i	 drugih	 relevantnih	
podataka	 pohranjenih	 u	 bazi.	 Implementirana	 ontologija	 rudarskih	 pojmova	
obezbeđuje	klasifikacije	termina	i	mehanizam	za	zaključivanje.	Kvalitet	razvijenog	
rešenja	 je	 proveren	 na	 realnim	 podacima	 koje	 su	 uneli	 i	 analizirali	 evaluatori,	
nakon	čega	je	sprovedena	anketa	i	izvršena	evaluacija.	
1.4. Struktura	disertacije	
Disertacija	 se	 sastoji	 iz	 8	 poglavlja.	 Prvo	 poglavlje	 predstavlja	 uvod	 u	 tretiranu	
problematiku	sa	osvrtom	na	predmet	 istraživanja,	osnovne	ciljeve	 i	metodologiju	
korišćenu	u	disertaciji.		




Četvrto	 i	 peto	 poglavlje	 disertacije	 čini	 kontekst	 teorijskih	 osnova	 na	 kojima	 je	









Sedmo	 poglavlje	 prikazuje	 značaj	 korišćenja	 primene	 ontologije	 RudOnto.	 Ovo	
poglavlje	 je	 obuhvatilo	 ključne	 prednosti	 korišćenja	 ontologija	 kao	 tehnike	 za	
predstavljanje	 znanja	 i	 upravljanje	 kodiranim	 znanjem.	 Značaj	 i	 dobiti	 ovakvog	





Istorijski	 gledano	 rudarstvo	 je	 okarakterisano	 kao	 opasna	 ljudska	 delatnost	 sa	
velikom	 verovatnoćom	 „povređivanja,	 bolesti	 ili	 nečim	 gorim“	 (Hoover,	 1912).	
Ovakav	način	razmišljanja	razvijao	se	hiljadama	godina,	 tokom	kojih	 je	život	svih	
onih	čija	 je	aktivnost	bila	vezana	za	eksploataciju	 i	preradu	rude,	smatran	veoma	
krhkim.	 Rudarski	 incidenti	 su	 veoma	 često	 posmatrani	 kao	 jedan	 od	 tragičnih	
troškova	 eksploatacije	mineralnih	 sirovina,	 preko	 potrebnih	 za	 razvoj	modernog	
života.	
Danas	 je	 rudarstvo,	 kada	 su	 u	 pitanju	 zemlje	 sa	 razvijenim	 rudarskim	 sektorom,	
među	sigurnijim	industrijama	(Karmis,	2009.).	U	rudarski	razvijenim	zajednicama	
kao	što	su	SAD,	Kanada,	Australija	i	sl.,	bezbednost	u	rudnicima	je	na	neuporedivo	
višem	 nivou,	 što	 pokazuju	 statistički	 podaci	 o	 nesrećama	 i	 povredama	 na	 radu	
(Marshall,	 2013).	 Na	 slici	 2.1	 prikazan	 je	 broj	 smrtnih	 povreda,	 kao	 i	 stopa	
povređivanja,	 sa	 smrtnim	 ishodom,	 na	 1000	 zaposlenih	 u	 oblasti	 eksploatacije	
uglja	u	SAD	u	periodu	od	1911.	–	2010.	godine	(NIOSH,	2015),	a	na	slici	2.2	stopa	
povređivanja	 na	 1000	 zaposlenih	 u	 rudarskoj	 industriji	 Australije,	 u	 periodu	 od	
2000.	do	2012.	godine	(SWA,	2013).	
Generalno	 gledano,	 postignuti	 napredak	 je	 rezultat	 većeg	 broja	 faktora,	 među	
kojima	se	po	značaju	mogu	izdvoji	sledeći:	
 Unapređene	metoda	i	procedura	eksploatacije,	u	smislu	povećanog	stepena	




 Široko	 razumevanje	 i	 primena	 odgovarajućih	 tehnika,	 odnosno	 sistema	
upravljanja	 bezbednošću	 i	 zdravljem	 na	 radu,	 drugim	 rečima	 tehničkom	
zaštitom;	















Među	 navedenim	 faktorima,	 koji	 stvaraju	 preduslove	 za	 siguran	 i	 zdrav	 rad	 je	 i	
uspostavljanje	 sistema	 upravljanja	 bezbednošću	 i	 zaštitom	 zdravlja	 na	 radu,	
odnosno	upravljanja	zaštitom	na	radu.	
Sistem	 upravljanja	 zaštitom	 na	 radu,	 prema	 Britanskom	 standardu	 je	 „deo	
sveukupnog	 sistema	 rukovođenja	 koji	 omogućava	 upravljanje	 rizicima	 koji	 se	
odnose	na	zaštitu	i	bezbednost	na	radu	u	poslovanju	organizacije.	Sistem	obuhvata	
organizacionu	 strukturu,	 planiranje,	 aktivnosti,	 odgovornosti,	 veštine,	 procedure,	
procese	 i	 resurse	 za	 razvijanje,	 primenu,	 ostvarivanje,	 pregled	 ‐	 analizu	 i	
održavanje	 politike	 o	 zaštiti	 i	 bezbednosti	 na	 radu.“	 (BSI,	 1999).	 Na	 ovaj	 način,	
sistematizovan	 i	 organizovan	 pristup	 rešavanju	 problema	 organizacije	 zaštite	 na	
radu	 je	 podignut	 na	 nivou	 standarda.	 Drugim	 rečima,	 prepoznat	 je	 značaj	
organizovanog	i	sistemskog	pristupa	upravljanja	bezbednošću	i	zdravljem	na	radu,	
a	njegova	implementacija	podignuta	na	nivo	obaveznosti.	
Neophodnost	 sistemskog	pristupa	u	upravljanju	 zaštitom	na	 radu	prepoznao	 je	 i	
(Güngör,	 2004).	 On	 je	 kroz	 svoju	 doktorsku	 disertaciju	 razvio	 sistem	 za	
izveštavanje	 o	 nesrećama.	 Sistemom	 koji	 je	 razvio	 pokušao	 je	 da	 prikupi	 sve	
informacije	 o	 okolnostima	 koje	 dovode	 do	 nezgode	 i	 da	 definiše	 sve	 aspekte	
nesreće.	Cilj	sistema	je	bio	i	da	se	definišu	faktori	koji	su	zajednički	za	nezgode	i	da	
se	prevenira	sama	nesreća.	
Jedan	 od	 ključnih	 aspekata	 upravljanja	 zaštitom	 na	 radu	 je	 i	 prepoznavanje	
opasnosti,	odnosno	opasnih	stanja	i	aktivnosti	koje	mogu	dovesti	do	nezgoda,	kao	
pojavnih	 oblika	 opasnosti.	 Rezultat	 nezgoda	 su	 uvek	 određene	 posledice,	 koje	
generalno	mogu	biti	direktne	(neposredne),	odnosno	indirektne	(posredne).	U	tom	




psihičke	 probleme	 radnika	 ili	 gubitak	 ljudskog	 života.	 Budući	 da	 sve	 počinje	 od	
opasnosti,	 uspešnost	 sistema	 upravljanja	 zaštitom	 na	 radu	 u	 velikom	 stepenu	
zavisi	od	kontrole	opasnosti.		
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Identifikacija	 opasnosti	 i	 njihove	 kontrolne	mere	 predstavljaju	 polaznu	 tačku	 i	 u	
osnovi	 određuju	 domen,	 sadržaj	 i	 složenost	 sistema	 upravljanja	 bezbednošću	 i	
zaštitom	na	radu	(Mearns,	1995).	Ako	 je	 faza	 identifikacije	opasnosti	urađena	na	
neadekvatan	način,	mogućnosti	navedenog	sistema,	da	zaštiti	zdravlje	zaposlenih	i	
obezbedi	zaštitu	na	radu,	biće	ograničene,	odnosno	mogu	ostati	samo	„mrtvo	slovo	
na	 papiru“	 (Saksvik	 and	 Quinlan,	 2003).	 Jedan	 od	 problema	 procene	 rizika	 i	
adekvatnog	 upravljanja	 zaštitom	 u	 nekom	 procesu	 je	 i	 pojednostavljeno	




bavili	 su	 se	 i	 (Makin	 and	Winder,	 2008).	 Prema	 njima,	 tri	 su	 osnovna	 elementa,	





 rukovodstvo,	 čiji	 je	 zadatak	 da	 organizuje	 i	 upravlja	 transformacijom	
resursa	u	odgovarajući	izlaz	(ishod).	
Ova	 tri	 elementa	 egzistiraju	 unutar	 šireg,	 eksternog	 okruženja,	 koje	 takođe	 ima	
uticaj	na	prirodu	organizovanja	sistema	zaštite,	ali	koje	je	ponekad	i	izvan	kontrole.	
Sa	 stanovišta	 opasnosti,	 autori	 navode	 da	 se	 one	 mogu	 pojaviti	 unutar,	 usled	
promena,	 svakog	 od	 navedenih	 elemenata,	 na	 mestima	 međusobne	 interakcije	
navedenih	elemenata	ili	na	mestima	interakcije	pojedinih	elemenata	sa	eksternim	
okruženjem.	 Sistematsko	 istraživanje	 sva	 tri	 elementa	 omogućuje	 dobijanje	
jedinstvenog	 „profila	 opasnosti“	 celokupne	 organizacije.	 Korišćenjem	 sistemskog	
pristupa	 bezbednosti,	 potencijalni	 sistem	 upravljanja	 bezbednošću	 i	 zaštitom	 na	
radu	 optimizira	 ukupnu	 koordinaciju	 mera	 prevencije	 i	 kontrole	 sadržanih	 u	
svakom	 od	 pojedinačnih	 elemenata.	 Ovakav	 način	 organizovanja	 i	 upravljanja	
sistemom	 zaštite	 pruža	 mnogo	 više	 od	 tradicionalnog	 pristupa	 predstavljenog	
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hijerarhijom	 elemenata	 kontrole	 –	 eliminacijom,	 substitucijom,	 izolacijom,	
administrativnim	 kontrolama	 i,	 na	 kraju,	 ličnim	 zaštitnim	 sredstvima.	 Na	 bazi	
ispitivanja,	 autori	 iznose	 da	 su	 opcije	 tradicionalnog	 pristupa	mnogo	 efektivnije	
kada	 su	 u	 pitanju	 opasnosti	 u	 vezi	 sa	 fizičkim	 okruženjem,	 ali	 manje	 kada	 su	 u	
pitanju	opasnosti	u	vezi	sa	ljudskom	prirodom.	
Raja	V.	Ramani	kroz	svoj	rad	ukazuje	da	je	za	rudarstvo	bez	opasnosti	neophodno	
primeniti	 kombinaciju	 nekoliko	 pristupa	 kontroli	 same	 opasnosti.	 Kontrola	 bi	 se	




sa	 aspekta	 razvoja	 društva,	 autori	 su	 se	 osvrnuli	 na	 neprocenjivu	 vrednost	
ljudskog	kapitala	koja	se	ogleda	kroz	znanje,	radne	sposobnosti,	veštine,	a	koja	se	
unapređenjem	 istih	 odražava	 na	 konkurentnost	 firme	 i	 na	 njenu	 produktivnost.	
Oni	su	ukazali	i	na	to	da	bezbednost	i	zaštita	na	radu	dugoročne	procese	pretvara	u	
kratkoročne	 uz	 postavljanje	 jasnih	 ciljeva	 koji	 se	 ogledaju	 kroz	 prepoznavanje	






institut	 za	 bezbednost	 i	 zdravlje	 na	 radu	 (NIOSH)	 u	 saradnji	 sa	 različitim	
kompanijama	 permanentno	 sprovodi	 evidenciju	 i	 analizu	 stanja	 bezbednosti	 i	
zaštite	zdravlja	na	radu	u	svim	oblastima	industrije	pa	tako	i	u	rudarstvu	(Breslin,	
2010).		
Kroz	 svoja	 istraživanja,	 u	 vezi	 sa	 zaštitom	na	 radu,	 (Khan	 et	 al.,	 2001)	 su	 razvili	
ponderisani	sigurnosni	indeks	opasnosti	(safety	weighted	hazard	index	(SWeHI)).	
U	 kvantitativnom	 smislu	 SWeHI	 predstavlja	 opseg	 umerenih	 opasnosti	 (50%	
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verovatnoća	 od	 povrede/oštećenja),	 odnosno	 izražava	 se	 odnosom	 kvantitativne	
mere	 oštećenja	 po	 jedinici	 i	 kontrolnih	 i	 sprovedenih	 mera	 sigurnosti,	 koja	
smanjuje	neželjene	situacije.	
Unapređenje	 svakog	 sistema,	 pa	 tako	 i	 sistema	 zaštite	 na	 radu,	 zasniva	 se	 na	
dobijanju	 povratnih	 informacija.	 To	 je	 jedini	 način	 da	 ocenimo	 uspešnost,	 u	
konkretnom	 slučaju,	 sistema	 zaštite	 na	 radu	 i	 na	 bazi	 toga	 izvršimo	 njegovo	
unapređenje.	 Drugim	 rečima	 i	 najbolji	 sistem	 zaštite	 na	 radu,	 bez	 povratnih	




Analizirali	 su	 period	 od	 1.	 jula	 2003.	 do	 30	 Juna	 2004.	 godine	 uključujući	 sve	
povrede	 koje	 su	 dovele	 do	 gubitak	 najmanje	 jedne	 radne	 smene	 (8	 časova),	
isključivši	 iz	analize	povrede	radnika	koji	su	bili	privremeno	zaposleni.	Takođe	u	
analizu	 nisu	 uključene	 ni	 povrede	 na	 putu	 ka	 poslu	 i	 sa	 posla.	 Izveštaj	 je	
pripremljen	 korišćenjem	 baze	 podataka	 izgubljenog	 vremena	 usled	 nesreća,	 čije	
punjenje	 je	 započelo	1983.	 godine.	Rezultati	 su	ukazali	 na:	povećanje	 izgubljenih	





industriji,	 pre	 svega,	 ali	 i	 kod	drugih,	 koji	 su	pokazali	 veliku	 zainteresovanost	 za	
ovaj	projekat.	
Slično	 prethodnom	 istraživanju,	 Robert	 Randolph	 (Randolph,	 1998),	 je	 pravio	
analizu	 povreda	 prema	 veličini	 rudnika.	 Svrha	 analize	 specifičnog	 industrijskog	
sektora	 i	 lokacije	 je	 bila	 identifikacija	 problema	 koji	mogu	 biti	 ispušteni	 u	 nekoj	
široj	 analizi.	Mnoge	 studije	 su	 pokazale	 da	 veza	 između	 bezbednosti	 i	 zaštite	 na	
radu	 i	 veličine	 rudnika	nije	 jednostavna	 (Peters	 and	Fotta,	 1994)	 (Randolph	 and	
Boldt,	1997).	Prema	 istraživanjima	Randolph‐a,	određene	vrste	povreda	su	 imale	
veću	 stopu	 pojavljivanja	 kod	 manjih	 rudnika.	 Razlike	 između	 velikih	 i	 malih	
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rudarskih	 kompanija	 imale	 su	 tendenciju	 da	 budu	 suptilne	 pre	 nego	 očigledne.	






(vrstu	 rudarstva)	 može	 da	 pomogne	 identifikaciji	 opasnosti	 i	 odgovarajućih	
problema,	po	pitanju	zaštite,	specifičnih	za	taj	sektor.	
Sistem	 upravljanja	 zaštitom	 na	 radu	 bazira	 se	 na	 pravovremenoj	 i	 realnoj	
informaciji	 o	 stanju	 bezbednosti	 i	 zdravlja	 na	 radu.	 Samo	 u	 takvim	 okolnostima	
stvaraju	 se	 uslovi	 da	 rukovodstvo	 donosi	 efektivne	 i	 efikasne	 odluke	 po	 pitanju	
zaštite	na	radu.	Lilić	i	saradnici	(N.	Lilić,	2000),	razvili	su	programski	sistem	SPAS	
sa	 ciljem	 da	 se	 celovito	 sagleda	 poslovanje	 rudnika.	 SPAS	 omogućava	 realno	 i	
blagovremeno	 izveštavanje	 iz	 oblasti	 zaštite	 na	 radu	 a	 sve	 sa	 ciljem	 donošenja	
pravovremene	 i	 pravilne	 odluke	 rukovodstva	 (N.	 Lilić,	 2000).	 Organizacijom	
evidencije	 i	analize	povreda,	profesionalnih	oboljenja	 i	 fizičko‐hemijskih	štetnosti	
u	 površinskoj	 eksploataciji	 korišćenjem	 sistema	 SPAS,	 omogućeno	 je	 realno	 i	
blagovremeno	prezentovanje	informacija	iz	oblasti	zaštite	na	radu,	na	osnovu	kojih	
se	 mogu	 donositi	 pravilne	 operativne	 i	 strateške	 odluke	 nadzorno	 tehničkog	
osoblja	 i	 upravljačkih	 struktura.	 S	 obzirom	 na	 složenost	 strukture	 podataka	
globalnog	 modela	 sistema	 SPAS,	 koja	 je	 trebalo	 da	 izmodelira	 sve	 relevantne	
parametre,	 projektovanje	 i	 realizacija	 baze	 podataka	 izvršena	 je	 u	 relacionom	
sistemu	 za	 upravljanje	 bazom	 podataka	 MSAccess.	 Korišćenje	 SQL‐a	 kao	




postojanje	 mehanizama	 za	 znanje	 i	 organizaciju	 pretrage	 i	 pronalaženje	
informacija.	Sistemi	poslovne	inteligencije	imaju	mogućnost	da	procesuiraju	upite	
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sl.	 U	 isto	 vreme,	 Tajson	 (Tyson,	 1986)	 je	 identifikovao	 koncept	 poslovne	
inteligencije	 kao	 analitički	 proces	 kojim	 se	 prosti	 podaci	 transformišu	 u	
relevantno,	 upotrebljivo	 i	 strateško	 znanje	 i	 inteligenciju.	 Kolins	 (Collins,	 1997)	
prepoznaje	poslovnu	inteligenciju	kao	proces	kojim	se	informacije	o	konkurenciji,	
korisnicima	 i	 tržištu	sistematski	prikupljaju,	na	 legalan	način,	 i	 analiziraju	u	cilju	
podrške	u	procesu	donošenja	odluka.	
Bets	 (Betts,	 2003)	 veruje	 da	 poslovna	 inteligencija	 znači	 da	 više	 ljudi	 vidi	 više	
podataka	mnogo	detaljnije	i	da	smatra	da	će	više	kompanija	staviti	na	raspolaganje	
„alate“	poslovne	inteligencije	u	ruke	tipičnih	zaposlenih,	a	ne	samo	u	ruke	tržišnih	i	
finansijskih	 analitičara.	 Pored	 toga	 navodi	 da	 će	 nestruktuirani	 podaci	 i	
prediktivna	 analitika	 biti	 ključni	 elementi	 koji	 će	 egzistirati	 u	 domenu	 poslovne	
inteligencije.		
Alate	 poslovne	 inteligencije	 Aronson	 i	 drugi	 (Turban	 et	 al.,	 2005)	 dele	 na	
izveštavanje,	 OLAP	 i	 pretraživanje	 podataka.	 Collins	 kategoriše	 glavne	 ciljeve	
poslovne	inteligencije	u	tri	grupe	(Collins,	1997):		
 prva	 se	 odnosi	 na	 mogućnost	 kompanije	 da	 izbegne	 iznenađenja	 i	
identifikuje	mogućnosti	i	prepreke,		
 druga	koja	podrazumeva	uspostavljanje	osnove	za	evaluaciju	performansi	i		
 treća,	 koja	 pretpostavlja	 obezbeđenje	 više	 vremena	 za	 odgovarajuću	
reakciju.	
Gelderman	(Gelderman,	2002),	Klark	sa	saradnicima	(Clark	et	al.,	2007)	i	Hartono	
sa	 saradnicima	 (Hartono	 et	 al.,	 2007)	 takođe	 se	 bave	 poslovnom	 inteligencijom.	
Prema	 njima,	 jedan	 od	 ciljeva	 je	 i	 podrška	 aktivnostima	 upravljanja,	 bilo	 kao	





podatke	 iz	 odgovarajućih	 baza	 podataka	 (Anderson‐Lehman	 et	 al.,	 2004).	 Ona	 je	
namenjena	 i	 za	 unapređenje	 performansi	 individualnog	 korisnika	 pružajući	 mu	
veliku	količinu	podataka	u	procesu	donošenja	odluka	(Burton	et	al.,	2006).	Na	bazi	
toga,	 poslovna	 inteligencija	 se	 može	 klasifikovati	 kao	 sistem	 za	 podršku	
upravljanju	 (Baars	 and	Kemper,	2008).	 Istražujući	poslovnu	 inteligenciju	na	bazi	
drugih	 tipova	 sistema	 za	 podršku	 upravljanju	 može	 dovesti	 boljoj	 podršci	 u	
odlučivanju	i	višem	kvalitetu	poslovnog	sistema	(Clark	et	al.,	2007).		
Organizacije	 koje	 imaju	 sisteme	 poslovne	 inteligencije	 takođe	 imaju	 i	
konkurentsku	 prednost.	 Međutim,	 na	 koji	 način	 jedna	 organizacija	 definiše	
uspešnost	sistema	poslovne	inteligencije	zavisi	od	očekivanih	koristi	uvođenja	tog	






3.1. Poreklo	 i	 razvoj	 savremenog	koncepta	bezbednosti	 i	 zaštite	
zdravlja	na	radu	
Zaštita	 na	 radu	 kao	 organizovana	 društvena	 aktivnost	 je	 novijeg	 datuma	 i	
pojavljuje	se	u	periodu	uvođenja	mašina	u	proizvodnju	tokom	XVIII	veka	(Hutchins	
B.L.	 ,	1911).	Društvena	organizovanost	zaštite	podrazumeva	svestrano	nastojanje	
da	 se	 otklone	 opasnosti	 i	 štetnosti	 tj.	 uzroci	 povreda	 na	 radu.	 U	 svom	 punom	
smislu,	zaštita	na	radu	obuhvata	celokupnu	zaštitu	radnika,	kako	na	radu	tako	i	u	
vezi	 sa	 radom.	 Međutim,	 obim	 ove	 zaštite	 utvrđuje	 zakonodavstvo,	 sa	 ciljem	
unapređenja	uslova	rada,	primarno	za	vreme	rada,	odnosno	sekundarno,	za	vreme	
dok	radnik	nije	u	mogućnosti	da	privređuje.	Zaštita	na	radu	je	sastavni	deo	radnog	
procesa,	 pa	 se	 zato	 može	 uspešno	 ostvarivati	 i	 unapređivati	 uporedo	 sa	
organizovanjem	 i	 unapređivanjem	 procesa	 proizvodnje	 i	 tehnološkog	 sistema	 u	
celini.	Izraz	zaštita	na	radu	je	usvojen	termin	u	naučnoj	i	stručnoj	literaturi	kao	i	u	
zakonodavstvu.		
Osnove	 bezbednosti	 i	 zaštite	 zdravlja	 na	 radu	 u	 zemljama	 Evropske	 unije	
postavljene	 su	 1951.	 godine	 osnivanjem	 Evropske	 zajednice	 za	 ugalj	 i	 čelik.	
Osnivački	 ugovor	 Evropske	 zajednice	 za	 ugalj	 i	 čelik	 je	 prvi	 međunarodni	
ekonomski	ugovor	 sa	 odredbama	o	 bezbednosti	 i	 zaštiti	 zdravlja	 na	 radu	 (CVCE,	
1951).	 U	 članu	 55.	 ovog	 ugovora	 podstiču	 se	 tehnička	 i	 ekonomska	 istraživanja	
vezana	za	proizvodnju	i	potrošnju	uglja	i	čelika,	kao	i	 istraživanja	o	bezbednosti	 i	
zdravlju	 na	 radu	 u	 ovim	 industrijama.	 Takođe	 se	 podstiče	 širenje	 i	 razmena	
tehničkih	unapređenja,	patenata	i	rešenja	sa	svim	zainteresovanim	stranama.			
Nakon	osnivačkog	ugovora	su	usledile	brojne	analize	uslova	rada	praćene	opštim	
sagledavanjem	 stanja	 i	 definisanjem	mera	 bezbednosti	 i	 zaštite	 zdravlja	 na	 radu	
(BZZR)	 u	 zemljama	 Zajednice.	 Rezultat	 istraživanja	 je	 značajno	 unapređenje	







utvrđeno	 je	da	 je	proizvodnja	u	ovim	zemljama	u	 industriji	uglja	 i	 čelika	beležila	
stalan	 rast,	 a	 da	 se	 broj	 nesreća	 i	 povreda	 na	 radu	 stalno	 smanjivao.	 Takođe	 je	
utvrđeno	 da	 je	 produžen	 životni	 vek	 rudara	 za	 blizu	 dvadeset	 godina.	 Teške	
nesreće	u	rudnicima	u	Belgiji	i	Italiji	krajem	pedesetih	godina	su	inicirale	stvaranje	
trojne	evropske	Komisije	za	zaštitu	na	radu	u	rudnicima,	koju	su	činili	predstavnici	
država,	 poslodavaca	 i	 sindikata.	 Komisija	 dobija	 nadležnost	 za	 zaštitu	 na	 radu	 u	
rudnicima	uglja.	
Osnivanjem	 Evropske	 ekonomske	 zajednice	 (EEZ)	 1957.	 godine	 i	 usvajanjem	
Rimskog	 ugovora	 EEZ,	 oblast	 zaštite	 na	 radu	 se	 sagledava	 sveobuhvatnije	 a	
odredbama	 ugovora	 propisi	 o	 zaštiti	 uvode	 se	 i	 u	 druge	 industrijske	 grane	 i	
sektore.	 EEZ	 daje	 preporuke	 1962.	 godine	 da	 svaka	 fabrika	 sa	 više	 od	 200	
zaposlenih	treba	da	ima	službu	zaštite	na	radu.	Već	pomenuta	Komisija	za	zaštitu	
na	radu	u	rudnicima,	u	1974.	godini	dobija	šira	ovlašćenja	i	nadležnost	za	sve	vrste	
rudnika,	 kao	 i	 za	 proizvodnju	 nafte	 i	 gasa.	 Istovremeno	 se	 osniva	 Savetodavni	
komitet	 EEZ	 za	 bezbednost,	 higijenu	 i	 zaštitu	 zdravlja	 na	 radu,	 koji	 čine	
predstavnici	 vlada,	 poslodavaca	 i	 zaposlenih,	 i	 koji	 dobija	 nadležnost	 zaštite	 na	
radu	u	najširem	smislu.	
Prvi	akcioni	program	EEZ	sa	sveobuhvatnim	merama	zaštite	na	radu	 je	pokrenut	





Nakon	 prvog	 i	 drugog	 akcionog	 programa,	 EEZ	 donosi	 i	 treći	 akcioni	 program	




U	 cilju	daljeg	podsticanja	 aktivnosti	 bezbednosti	 i	 zaštite	 zdravlja	na	 radu,	1992.	
godina	 proglašena	 je	 Evropskom	 godinom	 bezbednosti,	 higijene	 i	 zdravlja	 na	
radnom	mestu.	Mastrihtski	ugovor,	iz	1992.	godine	(kojim	je	EEZ	promenila	ime	u	





do	 2000.	 godine.	 Cilj	 Programa	 je	 da	 se	 nastavi	 sa	 smanjenjem	 broja	 nesreća	 i	
povreda	 na	 radu,	 kao	 i	 profesionalnih	 oboljenja	 donošenjem	 i	 sprovođenjem	









rudničkih	 opasnosti,	 nezgoda	 i	 incidenata	 primenom	 sistemske	 analize	 procesa	
zaštite,	a	sve	u	cilju	uspešnije	 i	 sveobuhvatnije	 identifikacije	novih	opasnosti	kao	
osnove	za	preventivni	inženjering.	





U	 narednom	 tekstu	 biće	 objašnjeni	 neki	 od	 pojmova	 koji	 se	 najčešće	 koriste	 u	
oblasti	bezbednosti	i	zaštite	zdravlja	na	radu.	
U	 stručnoj	 terminologiji	 i	 u	 svakodnevnoj	 komunikaciji	 se	 pojam	 rada	 koristi	 i	
tumači	na	različite	načine:	
 Sa	stanovišta	fizike,	rad	je	proizvod	sile	i	puta.		
 Sa	 stanovišta	 privrede,	 rad	 je	 proizvodnja	 materijalnih	 dobara,	 odnosno	
stvaranje	upotrebnih	vrednosti.	
 Sa	 aspekta	 sociologije,	 rad	 je	 svesna,	 usmerena	 delatnost	 čoveka	 radi	
podmirenja	potreba	pojedinca	i	društva.		
Uprkos	razlikama,	zajednička	odrednica	je	da	se	rad	prikazuje	kao	proces	u	kome	
nastaje	 novo	 stanje.	 Shodno	 tome,	 sa	 aspekta	 zaštite	 na	 radu,	 rad	 se	 može	
posmatrati	 kao	 fizička	 ili	 mentalna	 aktivnost	 usmerena	 ka	 dostizanju,	 odnosno	
ostvarivanju	unapred	određenog	cilja.	
Povreda	 kao	 posledica	 nezgode,	 često	 se	 naziva	 i	 trauma	 i	 predstavlja	 nasilno	
oštećenje	organizma	izazvano	određenim	dejstvom	sile	(Ceramilac,	1986).		
Povreda	 se	 može	 definisati	 i	 kao	 oštećenje	 ili	 povreda	 na	 telu,	 koja	 dovodi	 do	




Profesionalna	 oboljenja	 se	 kao	 i	 povrede,	 u	 praksi	 različito	 definišu.	 Jedna	 od	
definicija	 pod	 profesionalnim	 oboljenjem	 podrazumeva	 oboljenje	 izazvano	
dugotrajnim	 izlaganjem,	 tokom	 radnog	 odnosa,	 slovima	 ili	 supstancama	
(materijama)	koje	su	štetne	po	zdravlje	(Gale,	2005).	




Kao	 posledica	 povreda	 na	 radu	 i	 profesionalnih	 bolesti,	 ali	 i	 drugih	 povreda	 i	
bolesti	 van	 rada,	 može	 doći	 do	 invalidnosti.	 Svetska	 zdravstvena	 organizacija	
objavila	je	1980.	godine	internacionalnu	klasifikaciju	kojom	se	invalidnost	definiše	
kao	"stanje	organizma	jedne	osobe	koja	usled	bolesti,	povrede	ili	urođene	mane	ima	
trajno,	 delimično	 ili	 potpuno	 smanjenje	 sposobnosti	 organizma	 za	 normalno	




senzornog,	mentalnog	 ili	 duševnog	 oštećenja	 ili	 bolesti	 koje	 se	 ne	mogu	 otkloniti	
lečenjem	 ili	medicinskom	 rehabilitacijom,	 koje	 se	 suočava	 sa	 socijalnim	 i	 drugim	
ograničenjima	od	uticaja	na	 radnu	 sposobnost	 i	mogućnost	zaposlenja	 ili	održanja	
zaposlenja	 i	 koje	 nema	 mogućnosti	 ili	 ima	 smanjene	 mogućnosti	 da	 se,	 pod	
ravnopravnim	uslovima,	uključi	na	 tržište	 rada	 i	da	 konkuriše	 za	 zapošljavanje	 sa	
drugim	licima”.	
Termin	"radna	sredina"	odnosi	se	na	uslove	pod	kojima	se	obavlja	rad,	uključujući	












povreda	 i/ili	 oštećenja	 zdravlja	 na	 radnom	 mestu	 u	 radnoj	 okolini	 i	 mere	 za	
otklanjanje	ili	smanjivanje	rizika	u	cilju	poboljšanja	bezbednosti	i	zdravlja	na	radu.	
Procena	 rizika	 jeste	 sistematsko	 evidentiranje	 i	 procenjivanje	 svih	 faktora	 u	
procesu	 rada	 koji	 mogu	 uzrokovati	 nastanak	 povreda	 na	 radu,	 oboljenja	 ili	






zdravlja	 na	 radu,	 ima	 položen	 stručni	 ispit	 o	 praktičnoj	 osposobljenosti	 i	 koje	
poslodavac	pismenim	aktom	odredi	za	obavljanje	tih	poslova.		
Lice	 za	 bezbednost	 i	 zdravlje	 na	 radu	 vodi	 evidencije	 koje	 su	 propisane	
Pravilnikom	o	evidencijama	u	oblasti	bezbednosti	i	zdravlja	na	radu.	
Još	 dva	 pojma	 se	 redovno	 sreću	 u	 teoriji	 i	 praksi	 zaštite	 na	 radu:	 nezgoda	
(incident)	i	akcident.	
Pod	pojmom	nezgoda	 (Bird	and	Germain,	1966),	podrazumeva	 se	neplanirani	 ili	
neočekivani	 događaj	 koji	 prouzrokuje	 negativnu	posledicu	u	 procesu	 rada,	 a	 kao	
rezultat	 nezgode	 javljaju	 se	 povrede	 i/ili	 materijalna	 oštećenja.	 Međunarodni	
termin	koji	se	najčešće	upotrebljava	za	pojam	nezgode	je	incident.	
Prema	 SRPS	 OHSAS	 18001:2008	 incident	 se	 definiše	 kao	 događaj	 usled	 koga	
dolazi	ili	može	doći	do	povrede	ili	narušavanja	zdravlja	(bez	obzira	na	ozbiljnost)	
ili	fatalnog	ishoda	ili	mogućnosti	fatalnog	ishoda.	






se	 kao:	 sistem	 upravljanja	 zaštitom	 zdravlja	 i	 bezbednošću	 na	 radu,	 mada	 je	
prisutan	i	termin:	bezbednost	i	zdravlje	na	radu	(OHSAS,	2007).	Kroz	standard	se	
prožima	 i	 skraćenica	 OH&S,	 kojom	 se	 ukazuje	 na	 pripadnost	 elemenata	 sistema	
upravljanja	 oblasti	 zaštite	 zdravlja	 i	 bezbednosti	 na	 radu,	 npr.	 politika,	 ciljevi,	
programi	i	dr.	
OHSAS	18000	obuhvata:		
 OHSAS	 18001	 ‐	 standard	 za	 ocenjivanje	 zaštite	 zdravlja	 i	 bezbednosti	 na	
radu,	koji	opisuje	zahteve	za	upravljanje	zaštitom	zdravlja	i	bezbednošću	na	
radu	organizacije	i	može	se	koristiti	za	sertifikaciju,	i		
 OHSAS	 18002	 –	 uputstvo	 za	 primenu	 OHSAS	 18001,	 koje	 sadrži	
nesertifikujuće	 smernice	 koje	 pružaju	 generičku	 pomoć	 organizaciji	 u	
uspostavljanju,	primeni	ili	unapređenju	OHSAS	sistema.	
U	 svom	 prvobitnom	 pojavljivanju,	 OHSAS	 se	 deklarisao	 kao	 specifikacija,	 da	 bi	
svojim	izdanjem	2007.	počeo	da	se	pominje	kao	standard.	Usled	šireg	prihvatanja	
OHSAS‐a	 18001	 kao	 temelja	 za	 nacionalne	 standarde	 za	 sisteme	 upravljanja	
zaštitom	 zdravlja	 i	 bezbednošću	 na	 radu,	 preveden	 je	 u	 standard.	 Oslanja	 se	 na	
britanski	 standard	 BS	 8800:1996,	 i	 objavio	 ga	 je	 Britanski	 institut	 za	
standardizaciju,	 kao	 sistem	 za	 upravljanje	 opasnostima	 po	 zdravlje	 i	 bezbednost	
zaposlenih.	 OHSAS	 18001	 omogućava	 sprovođenje	 interne	 i	 eksterne	 provere	
sistema	 i/ili	 sertifikovanje	 sistema.	Ovaj	 standard	 će	biti	 zamenjen	krajem	2016.	
godine	sa	ISO	45000.		
Cilj	 sistema	 za	 upravljanje	 zaštitom	 zdravlja	 i	 bezbednošću	 na	 radu	 je	 da	 se	
nekontrolisane	 opasnosti	 prevedu	 u	 kontrolisani	 rizik	 i	 da	 se	 na	 taj	 način	 bolje	
zaštite	 zaposleni	 i	 obezbedi	 kontinuitet	 poslovanja.	 Ovaj	 standard	 definiše	









 opredeljenost	 za	 dokumentovan	 sistem	 upravljanje	 zaštitom	 zdravlja	 i	
bezbednošću	na	radu.	













deluj	 (eng.	 plan‐do‐check‐akt),	 koji	 je	 zajednički	 za	 seriju	 standarda	 ISO	 14000	 i	
ISO	 9000	 i	 obuhvata	 određene	 delove	 koje	 sadrži	 i	 ISO	 14001:	 Opšti	 zahtevi,	
Politika,	 Planiranje,	 Primena	 i	 rad,	 Akcije	 provere	 i	 korekcije	 i	 Preispitivanje	 od	
strane	Rukovodstva	(OHSAS,	18001:1999),	slika	3.1.	
Međunarodna	 organizacija	 rada	 (ILO)	 uradila	 je	 nacrt	 smernica	 za	 sistem	






Sistem	upravljanja	 sadrži	 pet	 osnovnih	 elemenata	 u	 okviru	 stalnog	unapređenja:	
Politika,	Organizovanje,	Planiranje	i	primena,	Procena	i	Akcija	(slika	3.2.).	
Ove	preporuke,	kao	i	brojni	drugi	standardi,	su	veoma	slične	okviru	standarda	ISO	









Proces	 uvođenja	 OHSAS	 18001	 se	 sastoji	 od	 dve	 faze–	 prva,	 koja	 podrazumeva	
razvoj	 i	 implementaciju,	 odnosno	 druga,	 koja	 se	 odnosi	 na	 ocenjivanje	 i	
sertifikaciju.	Faza	razvoja	i	implementacije	Sistema	upravljanja	zaštitom	zdravlja	i	
bezbednosti	 na	 radu	 (OHSMS)	po	 zahtevima	OHSAS	18001:2007	 je	 usmerena	na	
poboljšanje	 poslovanja	 kroz	 sistemski	 pristup	 identifikovanju	 i	 kontrole	
zdravstvenih	 i	 sigurnosnih	 rizika	 organizacije	 i	 eliminisanju	 ili	 smanjivanju	
potencijalnog	rizika	od	nezgoda	na	prihvatljiv	nivo,	poštujući	pri	tom	obaveze	koje	
proističu	 iz	 zakonodavstva.	 U	 drugoj	 fazi	 sledi	 ocenjivanje	 i	 sertifikacija	
implementiranog	OHSMS	 u	 skladu	 sa	 tehničkim	 normama	 koje	 propisuje	 OHSAS	









 Odgovornost i zaduženja,







 Sistemsko planiranje, razvoj i primena,
 Sistem kontrole opasnosti (obuhvata
promenu menadžmenta, reakciju na hitne
slučajeve, mere kontrole opasnosti /
rizika, nabavka i izrada ugovora).
Procena:
 Merenje učinaka,
 Istraživanje povreda na





 Preventivna i korektivna
akcija,
 Pregled-analiza,










Shodno	 postavljenim	 ciljevima	 i	 zadacima,	 sistem	 poslovne	 inteligencije	 čiji	 je	
razvoj	prikazan	u	ovoj	doktorskoj	disertaciji	svoje	mesto	nalazi	u	okviru	treće	faze	
Demingovog	 ciklusa	 –	 Provera	 i	 korektivne	mere.	 Evidencija	 i	 analiza	 indikatora	
stanja	 zaštite	 na	 radu,	 kao	 što	 su	 nezgode,	 povrede	 na	 radu	 i	 profesionalna	
oboljenja	 (Provera,	 Praćenje	 i	 merenje	 performansi	 i	 Ocena),	 primenom	
savremenih	 informacionih	 tehnologija,	 treba	 da	 omogući	 dobijanje	 korisnih	
informacija	 i	 sticanje	 znanja	 i	 time	 unapredi	 i	 olakša	 proces	 donošenja	 odluka	 i	
upravljanje	sistemom	zaštite	na	radu	u	rudarskom	okruženju.	
3.4.1. OHSAS	politika	
Politiku	 bezbednosti	 i	 zdravlja	 na	 radu	 (OH&S)	 treba	 da	 razvija	 najviše	
rukovodstvo	 kompanije	 i	 kroz	 nju	 pokaže	 posvećenost	 zaštiti	 zdravlja	 i	
bezbednosti	zaposlenih.	Međunarodna	organizacija	rada	preporučuje	uključivanje	
radnika	 u	 kreiranje	 politike.	 Osnovni	 principi	 usvojene	 Politike	 treba	 da	
podržavaju:	




 stalno	 unapređenje	 efikasnosti	 zasnovane	 na	 odgovornosti	 svakog	
zaposlenog	 za	 poslove	 koje	 obavljaju,	 bez	 mogućnosti	 prenošenja	 te	
odgovornosti	na	drugog,		
32	
 zaštitu	zdravlja	 i	bezbednosti	na	radu	kroz	primenu	svih	mera	 i	sredstava	
neposredne	zaštite	zaposlenih	i	prisutnih	u	radnom	ambijentu.		
Usvojena	 politika	 treba	 da	 odgovara	 prirodi	 i	 nivou	 rizika	 u	 zaštiti	 zdravlja	 i	
bezbednosti	 na	 radu,	 da	 sadrži	 obavezu	 stalnog	 poboljšavanja	 i	 da	 su	 sa	 njom	
upoznati	 svi	 zaposleni.	Ovakvu	politiku	potrebno	 je	 dokumentovati,	 uspostaviti	 i	
održavati.		
Politika	 OHS	 se	 sprovodi	 kroz	 dobru	 organizaciju	 koja	 obuhvata	 raspodelu	
odgovornosti	u	celoj	organizaciji	i	ukupnoj	strukturi	OHSMS.	Najveća	odgovornost	
poslodavca	 ili	 vrha	 rukovodstva	 ogleda	 se	 u	 stalnom	 poboljšanju	 i	 unapređenju	
prevencije	bolesti	i	povreda	na	radu.		
Budući	 da	 osnov	 sprovođenja	 politike	 OHS	 podrazumeva,	 između	 ostalog,	
raspodelu	odgovornosti,	neophodno	je	da	svi	zaposleni	imaju	jasnu	sliku	o	svojim	
odgovornostima	 kao	 i	 mogućnost	 da	 prate	 sprovođenje	 politike	 bezbednosti	 i	
zdravlja,	 ne	 samo	 u	 okviru	 svojih	 odgovornosti	 nego	 i	 šire.	 Drugim	 rečima,	
zaposleni	 treba	 da	 imaju	 svest	 o	 odgovornosti	 onih	 sa	 kojima	 su	 povezani	 ili	 na	
koje	mogu	uticati	u	toku	rada.	Pored	ovih	jasnih	odgovornosti,	zaposlenima	treba	
dati	i	sredstva	da	ih	realizuju.		
OHSAS	 politika	 takođe	 predviđa	 i	 potrebu	 redovnog	 razmatranja	 i	 ažuriranja	





ostvarenje.	 Pod	 planiranjem	 se	 podrazumeva	 uspostavljanje	 i	 održavanje	






kroz	 procenu	 kako	 ozbiljnosti	 i	 verovatnoće	 svake	 opasnosti	 tako	 i	 kroz	
direktne	i	indirektne	troškove,		
 izrada	 procedura	 za	 identifikaciju	 opasnosti,	 procenu	 rizika,	 kao	 i	
sprovođenje	neophodnih	mera	kontrole	rizika,		




Definisanje	 postupka	 koji	 obuhvata	 usaglašavanje	 procedura	 sa	 postojećim	




kroz	 određivanje	 specifičnosti	 organizacije,	 usklađenosti	 sa	 važećim	
nacionalnim	zakonima,	tehničke	organizacije	službe	bezbednosti	 i	zdravlja	
na	radu,	ostvarivosti	ciljeva,	periodičnim	procenama,	
 potrebno	 je	 vršiti	 evidentiranje	učestalost	 i	broj	nesreća	 i	 povreda,	 težine	
povreda	i	troškove	povrede,	broj	izgubljenih	radnih	dana	usled	nesreće,		
 preispitivanje	 ciljeva	 iz	 svih	 segmenata	 organizacije	 (bezbednosti,	
tehnološkog	procesa,	finansija).	
Za	uspešnu	implementaciju	je	neophodno	da	odgovorni	radnici,	ali	 i	svi	zaposleni	





Uspešno	 funkcionisanje	 sistema	 upravljanja	 bezbednošću	 i	 zdravljem	 na	 radu	
zahteva	 da	 se	 sprovođenju	 adekvatnih	 mera	 upravljanja	 u	 organizaciji	 posveti	
najviše	 rukovodstvo.	 Zadatak	 rukovodstva	 je	 da	 razvije,	 implementira	 i	 održava	
procedure	 za	 nesmetan	 i	 kontinuiran	 rad	 sistema.	 Najviše	 rukovodstvo	
organizacije	 mora	 obezbediti	 preko	 svog	 predstavnika:	 kompetentne	 ljudske,	
materijalne	i	finansijske	resurse.		
Da	bi	sistem	upravljanja	bezbednošću	i	zdravljem	na	radu	bio	efektivan	i	efikasan,	
neophodno	 je	 dokumentovano	 definisati	 strukturu	 organizacije	 sa	 nivoima	
odgovornosti	 i	 ovlašćenja	 svih	 zaposlenih,	 a	 naročito	 obratiti	 pažnju	 na	 razvoj	
svesti	o	neophodnosti	stalnog	poboljšanja	bezbednosti.		
Osnovni	 preduslovi	 za	 uspešnu	 realizaciju	 postavljenih	 zahteva	 iz	 oblasti	
bezbednosti	 je	 dobra	 obučenost	 zaposlenih	 i	 podizanje	 svesti,	 o	 važnosti	
bezbednosti,	 na	 najviši	 nivo.	 Ovo	 se	 postiže	 stalnim	 usavršavanjima	 i	 obukama	
zaposlenih,	 dobrom	 organizacijom	 i	 postojanjem	 procedura	 koje	 definišu	
komunikaciju,	 u	 i	 izvan	 organizacije,	 kao	 i	 stalnim	 analizama	 potencijalnih	
incidenata	sa	krajnjim	ciljem	da	se	poboljša	bezbednost	i	zdravlje	na	radu.	
Sve	 navedene	 aktivnosti,	 kroz	 provere	 i	 sprovođenje	 politike,	moraju	 se	 tretirati	
kao	 obavezne	 na	 svim	 nivoima	 odlučivanja	 i	 moraju	 biti	 javno	 dostupne	 svim	
zaposlenima.	




Sve	 aktivnosti	 neophodne	 za	 uspešno	 uspostavljanje	 i	 održavanje	 najvišeg	
mogućeg	 nivoa	 bezbednosti	 i	 minimalnog	 rizika	 moraju	 se	 dokumentovati	
uključujući	 i	 zapise	 iz	 zahteva	 standarda.	 Dokumenti	moraju	 sadržati	 relevantne	








i	 potrebu	 uvođenja	 preventivnih	 mera	 za	 sprečavanje	 ili	 ublaživanje	 negativnih	
posledica.	
3.4.4. Provera	i	korektivne	mere	
Unapređenje	 sistema	 upravljanja	 bezbednošću	 i	 zdravljem	 moguće	 je	 postići	
uvođenjem	 procedura	 za	 stalno	 praćenje	 i	 upoređivanje	 planiranih	 ciljeva	 i	
programa	sa	jedne	strane	i	realizovanih	aktivnosti	sa	druge.	Učinak	se	ogleda	kroz	
kvalitativne	i	kvantitativne	ocene.	
Praćenje	 i	 merenje	 ostvarenja	 uključuje	 proaktivni	 (preventivni)	 i	 reaktivni	
(korektivni)	 monitoring.	 Primenom	 prvenstveno	 preventivnih	 i	 eventualno	
korektivnih	mera	moguće	 je	 značajno	 smanjiti	 rizik	 od	 povređivanja	 i	 bolesti	 na	




Proaktivno	 praćenje	 ogleda	 se	 u	 praćenju	 realizacije	 utvrđenih	 planova	 i	 ciljeva,	
praćenju	 ispravnosti	 opreme	 i	 adekvatnosti	 radne	 sredine,	 periodičnim	




na	 radu,	 Službeni	 glasnik	 RS,	 br.	 62/2007),	 gde	 su	 tačno	 i	 precizno	 evidentirani	
podaci	o	mestu,	vremenu,	razlogu,	vrsti	i	težini	povreda.	
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Korektivne	 akcije	 se	 sprovode	 kako	 bi	 se	 izbeglo	 ponavljanje	 povreda	 na	 radu,	
nastajanje	profesionalnih	bolesti	kao	i	incidenata.		
3.4.5. Preispitivanje	od	strane	rukovodstva	
Nakon	 uspostavljanja,	 sprovođenja	 i	 periodičnih	 provera	 sistema	 upravljanja	
bezbednošću	 i	 zaštite	 na	 radu	 neophodno	 je	 izvršiti	 preispitivanje	 od	 strane	
najvišeg	rukovodstva	organizacije.	Cilj	preispitivanja	je	provera	i	ocena	pogodnosti	
i	efikasnosti	uspostavljene	politike	 i	ciljeva	bezbednosti	 i	zdravlja	na	radu	u	svim	
segmentima	 funkcionisanja	 procesa	 rada.	 Potrebno	 je	 da	 najviše	 rukovodstvo	
oceni	postignuti	učinak,	nakon	izvršene	procene	rizika	i	preduzetih	preventivnih	i	
korektivnih	mera	 na	 smanjenju	 ili	 minimizaciji	 povreda	 i	 štetnosti	 po	 zdravlje	 i	
bezbednost	 zaposlenih.	 Nakon	 obavljenog	 ispitivanja	 i	 izvršene	 evaluacije	
ostvarenih	planova,	najviše	rukovodstvo	donosi	odluku	o	svrsishodnosti	uvedenog	
standarda	i	dalje	korake	za	poboljšanje	bezbednosti	i	zaštite	zdravlja	na	radu.	
Najviše	 rukovodstvo	 organizacije	 treba	 periodično	 da	 izvrši	 procenu	 realizacije	
upravljanja	 bezbednošću	 i	 zdravljem	 na	 radu	 kako	 bi	 utvrdilo	 njenu	 efikasnost.	
Proces	 revizije	 upravljanja	 treba	 da	 obezbedi	 neophodne	 informacije	 kako	 bi	
rukovodstvo	 sprovelo	 ovu	 procenu.	 Ova	 procena	 mora	 biti	 dokumentovana	 i	








2017.	 godine	 jeste	 akt	 Vlade	 kojim	 se	 na	 celovit	 način	 utvrđuje	 stanje	 u	 oblasti	
bezbednosti	i	zdravlja	na	radu	u	Republici	Srbiji.	Tim	dokumentom	se	preciziraju	i	
mere	 koje	 treba	 preduzeti	 za	 njen	 razvoj,	 odnosno	 definišu	 aktivnosti,	 ciljevi	 i	
pravci	 unapređenja	 ove	 oblasti.	 Strategija	 teži	 da	 stvori	 socijalno‐ekonomsku	
motivaciju	 kod	 svih	učesnika	u	procesima	 rada,	 tako	da	 sve	 veći	 broj	 privrednih	
subjekata	aktivno	upravlja	bezbednošću	i	zdravljem	na	radu,	kako	bi	se	unapredilo	
stanje	u	ovoj	oblasti.		




radu.	 Pored	 Zakona,	 oblast	 bezbednosti	 i	 zdravlja	 na	 radu	 u	 Republici	 Srbiji	
regulisana	je	i	drugim	podzakonskim	aktima	(Uredbama	i	Pravilnicima)	kojima	su,	
između	 ostalog,	 u	 nacionalno	 zakonodavstvo	 transponovane	 i	 pojedinačne	
direktive	 EU	 koje	 su	 donete	 na	 osnovu	 Direktive	 89/391/EEC.	 Bezbednost	 i	
zdravlje	 na	 radu	 je	 fundamentalno	 pravo	 zaposlenih	 utvrđeno	 u	 konvencijama	







3.6. Organizovanje	 i	 upravljanje	 službom	 bezbednosti	 i	 zdravlja	
na	radu	na	površinskim	kopovima	uglja	
U	okviru	ovog	poglavlja	disertacije	dat	je	prikaz	načina	organizovanja,	nadležnosti	i	
poslova	 službi	 bezbednosti	 i	 zdravlja	 na	 radu	 na	 površinskim	 kopovima	 uglja	 u	
Republici	 Srbiji.	 Evidencije	 i	 analize	 koje	 vode	 ove	 službe	 predstavljaju	 polaznu	
osnovu	sistema	poslovne	inteligencije	za	praćenje	 i	analizu	stanja	zaštite	na	radu	
čiji	je	razvoj	prikazan	u	ovoj	disertaciji.	




od	 osnovnih	 zadataka	 Službe	 bezbednosti	 i	 zdravlja	 na	 radu	 je	 da	 neposredno	
kontroliše	sprovođenje	mera	zaštite	u	skladu	sa	zakonskom	regulativom	i	aktima	
preduzeća.	To	podrazumeva	poslove	zaštite	ljudstva	i	imovine	od	havarije	i	požara	
kao	 i	 poslove	 obučavanja	 kadrova,	 provere	 znanja,	 analize	 havarija,	 analize	














 vrši	 ocenu	 projektnih	 zadataka	 i	 investiciono	 tehničke	 dokumentacije	 sa	
stanovišta	da	li	odgovaraju	standardima,	normativima	i	merama	zaštite;	
 upućuje	radnika	na	periodične	sistematske	preglede;	
 vodi	 evidencije	 o:	 povredama	 na	 radu,	 oboljenjima	 u	 vezi	 sa	 radom,	
osposobljenosti	 radnika	 za	 bezbedan	 rad,	 profesionalnim	 oboljenjima,	
invalidima	 rada,	 radnicima	 raspoređenim	 na	 radna	 mesta	 sa	 posebnim	
uslovima	rada	i	dr.;	
 sarađuje	 po	 pitanju	 sprovođenja	 i	 unapređenja	 zaštite	 na	 radu	 sa	 drugim	
pravnim	licima;	
 stara	se	za	podobnost	kolektivnih	i	ličnih	zaštitnih	sredstava	i	opreme.	
Služba	 po	 prirodi	 posla	 mora	 imati	 razvijenu	 saradnju	 sa	 Organima	 upravljanja	















































































































































































































































































































































































































































































































































































































































































































































Kao	 što	 se	 vidi	 sa	 slike	 3.3.,	 služba	 bezbednosti	 i	 zdravlja	 na	 radu	 pored	
povezanosti	 sa	 službama	 unutar	 preduzeća	 (kadrovska,	 služba	 nabavke,	
proizvodne	 jedinice)	 ima	 i	 zakonski	 regulisanu	 saradnju	 i	 sa	 rudarskom	





posmatrati	 samo	 kao	 deo	 preduzeća	 gde	 se	 zaštita	 javlja	 samo	 kao	 njen	 jedan	
segment,	 već	 kao	 proces	 kojim	 se	 uspostavljaju	 odnosi	 između	 radnika	 i	 radne	
sredine.	
Evidencije	koje	se	vode	u	službi	bezbednosti	i	zdravlja	na	radu	se	mogu	podeliti	na	









relevantnih	 podataka	 prema	 Pravilniku	 o	 evidencijama	 u	 oblasti	 bezbednosti	 i	
zdravlja	na	radu	(Službeni	glasnik	RS	br.	62/2007)	i	to	evidencije	o:		
1. Radnim	mestima	sa	povećanim	rizikom	(obrazac	1),	
2. Zaposlenima	 raspoređenim	 na	 radna	 mesta	 sa	 povećanim	 rizikom	 i	



























sakupljanje,	 skladištenje,	 čitanje	 i	 analizu	 podataka	 u	 cilju	 podrške	 u	 procesu	
odlučivanja	 i	 upravljanja	 performansama	 poslovnog	 sistema.	 U	 ovoj	 disertaciji	
detaljno	 je	 obrađena	 primena	 koncepata	 poslovne	 inteligencije	 u	 oblasti	
bezbednosti	 i	 zaštite	 zdravlja	 na	 radu.	 Imajući	 u	 vidu	 težnju	 da	 znanje	 postaje	
digitalno	 kodirano,	 sve	 više	 raste	 potreba	 za	 softverskim	 alatima	 koji	 mogu	 da	
efikasno	 organizuju	 znanje,	 učine	 ga	 dostupnim	 kroz	 pretragu	 baza	 znanja	 i	





njegovog	 uvođenja.	 Sistemi	 poslovne	 inteligencije	 se	 primenjuju	 za	 rešavanje	
različitih	problema	 iz	 oblasti	 ZNR	među	kojima	 se	 izdvaja	 analiza	povređivanja	 i	
uzroka	 povređivanja	 radi	 procene	 faktora	 koji	 utiču	 na	 povređivanje	 kako	 bi	 se	
uzročnici	 eliminisali	 i	 povređivanje	 smanjilo.	 Na	 ovaj	 način	 je	 moguće	 utvrditi	
opasna	 mesta	 u	 tehnološkom	 sistemu	 koji	 se	 prati	 i	 obezbediti	 pravovremenu	
primenu	 odgovarajućih	 mera	 zaštite	 čime	 se	 postiže:	 veća	 sigurnost	 na	 radu,	
donošenje	kvalitetnijih	odluka,	smanjenje	troškova,	itd.	
U	 poslovnim	 procesima	 na	 rudniku	 većina	 zaposlenih	 svakodnevno	 donosi	 na	
stotine	 odluka.	 Da	 bi	 odluke	 bile	 kvalitetne	 donosioci	 odluka	 moraju	 da	 imaju	
potpuni	 uvid	 u	 informacije	 o	 procesima	 u	 poslovnom	 odnosno	 tehnološkom	
sistemu.	 S	 druge	 strane,	 često	 se	 dešava	 da	 su	 te	 informacije	 nepovezane,	
neblagovremene	 i	 nepotpune,	 pa	 donosioci	 odluka	 u	 proseku	 utroše	mnogo	 više	
vremena	kako	bi	došli	do	potrebnih	informacija,	nego	da	ih	analiziraju	i,	na	osnovu	
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toga,	 odlučuju.	 Takođe,	 primećeno	 je	 da	 informacije	 često	 stižu	 sa	 zakašnjenjem,	
kao	 i	da	podaci	pretežno	ukazuju	na	posledice,	a	ređe	na	uzroke.	Zato	se	u	svetu	
odavno	 i	 ubrzano	 radi	 na	 razvoju	 i	 implementaciji	 sistema	 za	 poslovnu	
inteligenciju.	
Sistemi	 poslovne	 inteligencije	 su	 omotač	 poslovnog	 informacionog	 sistema	 i	
generator	 jedinstvenog	 pristupa	 neophodnim	 podacima,	 tako	 da	 kompleksni	
sistemi	izgledaju	kao	jedinstven,	koherentan	izvor	informacija.	Koncepti	poslovne	
inteligencije	mogu	se	primeniti	u	različiti	segmentima	poslovanja,	od	e‐uprave,	e‐
politike,	 e‐trgovine,	 nauke	 u	 tehnologije,	 do	 bezbednosti	 i	 javne	 sigurnosti	 (eng.	
smart	health	and	well‐being)	(Chen	et	al.,	2012).	
Poslovna	inteligencija	se	koristi	i	kao	termin	za	označavanje	informatičke	podrške	
odlučivanju	 u	 organizaciji.	 Ona	 je	 deo	 poslovnog	 informacionog	 sistema	 koji	
omogućava	 upravljanje	 parametrima	 poslovanja	 i	 ostvarenjem	 rezultata.	
Preduslov	 za	 pouzdanost	 i	 preciznost	 odluka	 je	 svako	 celovit	 i	 blagovremen	
pristup	 pokazateljima	 funkcionisanja	 organizacije.	 Ne	 postoji	 opštepriznata	
definicija	 poslovne	 inteligencije,	 ali	 se	 često	 navodi	 da	 je	 poslovna	 inteligencija	
takvo	 korišćenje	 podataka	 koje	 vodi	 ka	 donošenju	 boljih	 poslovnih	 odluka.	 To	
uključuje	 ujedno	 pristup,	 analizu	 i	 otkrivanje	 novih	 mogućnosti,	 uz	 sticanje	
poslovne	prednosti	na	osnovu	podataka.	
Larissa	T.	Moss	i	Shaku	Atre	navode	da	poslovna	inteligencija	nije	ni	proizvod	niti	
sistem,	 već	 da	 predstavlja	 arhitekturu	 i	 kolekciju	 integrisanih	 softvera	 za	
operativne	 procese	 i	 softvera	 za	 podršku	 odlučivanju	 zasnovane	 na	 bazama	
podataka	što	omogućava	efikasan	pristup	podacima	(Moss	and	Atre,	2003).		
Poslovna	 inteligencija	 podrazumeva	 publikovanje	 odgovarajućih	 informacija	 u	
pogodnom	formatu	i	blagovremeno	dostavljanje	ovlašćenim	osobama.	Prikupljanje	
informacija	 iz	 svih	 segmenata	 poslovanja,	 analiziranje,	 priprema	 potrebnih	
izveštaja	 i	 prosleđivanju	 osobama	 kojima	 su	 potrebni	 omogućava	 da	 donosilac	
odluke	dobija	informacije	specijalno	prilagođene	njegovim	potrebama.	
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Ravi	 Kalakota	 i	 Marcia	 Robinson	 navode	 da	 je	 upravo	 pretvaranje	 podataka	 u	
informacije,	a	 informacija	u	znanje	zadatak	poslovne	 inteligencije,	 i	da	 je	 to	skup	




je	 poslovna	 inteligencija	 korišćenje	 podataka	 iz	 operativnih,	 odnosno	 izvršnih	
poslovnih	 sistema	 za	 donošenje	 odluka,	 pri	 čemu	 sistemi	 poslovne	 inteligencije	
preuzimaju	podatke	od	izvršnih	softverskih	sistema	i	sistematizuju	ih	tako	da	se	u	
novokreiranim	 resursima	 može	 otkrivati	 prethodno	 nepoznato	 znanje	 o	
poslovanju,	klijentima,	poslovnim	aktivnostima	ili	proizvodima	(Vitt	et	al.,	2007).		
Vinod	Badami	 ističe	da	 je	 poslovna	 inteligencija	proces	prikupljanja	 raspoloživih	
internih	 i	 relevantnih	 eksternih	 podataka,	 kao	 i	 njihova	 obrada	 u	 korisne	




struktuiranim	 i	 nestruktuiranim	 podacima,	 za	 koje	 se	 pretpostavlja	 da	 se	
udvostručuju	 svake	 druge	 godine,	 rukovodioci	 i	 radnici	 moraju	 biti	 u	 stanju	 da	
brže	 donose	 bolje	 odluke.	 Harmonizacija	 i	 organizacija	 podataka	 koji	 treba	 da	
obezbede	 efikasnije	 poslovno	 odlučivanje	 dovodi	 do	 unapređenja	 poslovanja.	
Učenje	 kako	 uočiti	 faktore	 najvećeg	 uticaja	 i	 tehnike	 kojima	 njih	 iskoristiti	 za	
unapređenje	 poslovnog	 sistema,	 predstavljaju	 osnovni	 cilj	 poslovne	 inteligencije.	
Dakle,	 može	 se	 reći	 da	 kombinovanjem	 podataka	 i	 tehnologije,	 poslovna	
inteligencija	 omogućava	 pronalaženje	 potrebnih	 podataka	 i	 uočavanje	 njihovog	
uticaja,	a	potom	 i	 transformaciju	u	pogodne	 informacije	 i	konačno	u	upotrebljivo	
znanje.		
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mogu	 da	 planiraju	 i	 upravljaju	 poslovnim	 operacijama	 samo	 pomoću	 mesečnih	
izveštaja,	 a	 njihove	 IT	 službe	 da	 svaki	 put	 kreiraju	 specijalizovane	 aplikacije.	
Potrebno	 je	da	kompanije	mogu	brzo	da	 implementiraju	potrebne	aplikacije	 i	 da	
omoguće	 korisnicima	 jednostavan	 i	 pravovremen	 pristup	 potrebnim	
informacijama.	 Sistemi	 poslovne	 inteligencije	 se	 projektuju	 tako	 da	 obezbede	
krajnjim	korisnicima	 sveobuhvatne	podatke,	 sistematizovane	na	pregledan	način	
uz	jednostavan	način	rukovanja	(Hou,	2012).		
Kompanije	 imaju	 potrebu	 da	 modeluju	 i	 upravljaju	 kompleksne	 aspekte	
savremenog	poslovnog	okruženja,	u	kojima	se	često	proizvodi	ili	nudi	širok	spektar	
proizvoda	 i	 usluga	 velikom	 broju	 različitih	 klijenata.	 Sagledavanje	 i	 upravljanje	
poslovanjem	 postaje	 sve	 teže	 u	 takvim	 složenim	 poslovnim	 sistemima,	 tako	 da	
sistemi	 poslovne	 inteligencije	 njima	 pružaju	 osim	 klasičnih	 upita	 i	 izveštaja	 i	
savremene	 alate	 za	 otkrivanje	 i	 analizu	 informacija,	 koji	 su	 kreirani	 za	 obradu	 i	
upravljanje	 složenim	 poslovnim	 informacijama.	 Kniesner	 i	 Leeth	 koriste	 tehnike	
istraživanja	podataka	(eng.	data	mining)	na	prikupljene	podatke	iz	Mine	Safety	and	
Health	 Administration	 (MSHA)	 i	 analiziraju	 regulativu	 vezanu	 za	 bezbednost	 na	
radu	i	donose	zaključke	o	efikasnosti	MSHA	i	kroz	slaba	mesta	ukazuju	na	moguće	
načine	unapređenja	(Kniesner	and	Leeth,	2004).	Lei	Tong	i	Ri‐Jia	Ding	su	analizirali	





Investicije	 u	 IT	 sisteme	 danas	 predstavljaju	 značajan	 deo	 ukupnih	 investicija	 u	
preduzeću,	 tako	da	 je	potrebno	ako	ne	smanjiti	 troškove	poslovanja	 IT	odeljenja,	
ono	 ostvariti	 maksimalan	 poslovni	 učinak	 zaposlenih	 u	 IT	 službama.	 Nove	
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informacione	tehnologije,	recimo	virtuelne	privatne	mreže,	korporativni	intranet	i	
dostupnost	 mobilnih	 aplikacija	 na	 sve	 većem	 broju	 uređaja,	 potpomažu	 u	
smanjivanju	 troškova	 pristupa	 većeg	 broja	 korisnika	 sa	 velikih	 udaljenosti	
sistemima	 poslovne	 inteligencije.	 Skup	 informacija	 koje	 ovi	 sistemi	 mogu	 da	
obrade	 i	 publikuju,	 pored	 operativnih,	 obuhvataju	 i	 podatke	 iz	 različitih	 baza	 sa	
korporativnih	servera	baza	podataka	i	veb	servera.		
Vodeće	kompanije	u	Americi	koriste	tehnike	 istraživanja	podataka	da	bi	pobedile	
konkurenciju,	 tako	 što	 koriste	 otkrivanje	 klastera,	 automatsko	 rezonovanje,	
genetske	 algoritme,	 stabla	 odlučivanja,	 neuronske	 mreže	 i	 sl.	 (Berry	 and	 Linoff,	
1997).	 Primena	 sistema	 poslovne	 inteligencije	 se	 može	 koristiti	 za	 smanjenje	
operativnih	troškova,	realizaciju	prodaje,	unapređenje	sistema	nabavke.	Osim	toga,	
korišćenjem	 OLAP‐a	 (On	 Line	 Analitical	 Processing)	 moguće	 je	 i	 smanjivanje	
troškova	 IT	 sektora,	 otkrivanje	 novih	 mogućnosti	 za	 dobit,	 unapređenje	
upravljanja	troškovima.	
Za	 primenu	 navedenih	 tehnika	 je	 potrebno	 ovladati	 sofisticiranim	 alatima	 i	
aplikacijama,	pripremiti	podatke	u	odgovarajućim	formatima	pogodnim	za	različite	
vrste	analiza.	Dakle,	poslovni	deo	kompanije	treba	da	poseduju	alate	i	aplikacije	za	




Imajući	 u	 vidu	 raznovrsne	 potrebe	 korisnika	 poslovne	 inteligencije,	 razvijaju	 se	
različite	 vrste	 softverskih	 aplikacija,	 koje	 se	 mogu	 svrstati	 u	 različite	 kategorije	
(Chaudhuri	 et	 al.,	 2011),	 među	 kojima	 se	 izdvajaju:	 aplikacije	 za	 izveštavanje,	
izveštavanje	upitima	na	zahtev,	analitičkim	aplikacijama,	aplikacije	sa	statističkim	
analizama	i	istraživanjem	podataka	i	aplikacije	za	predikciju	i	planiranje.	
Aplikacije	 za	 izveštavanje	 pružaju	 unapred	 pripremljenu	 formu	 izveštaja,	
uglavnom	 podržane	 parametrima,	 kao	 što	 je	 na	 primer	 specifičan	 period	 ili	
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organizaciona	 jedinica.	 Ovaj	 tip	 aplikacija	 zasniva	 izveštavanje	 na	 relacionim	
bazama	 podataka	 i	 upitnom	 jeziku	 SQL,	 a	 podrazumeva	 elementarnu	 analitiku	 i	
statistiku.	 Upravljački	 informacioni	 sistemi	 imaju	 potrebu	 za	 kompleksnijim	




tehnika	 za	 selekciju	 podataka	 i	 navigaciju	 (Olszak	 and	Ziemba,	 2007).	Obrada	 se	
zasniva	na	sistemima	za	upravljanje	relacionim	bazama	podataka,	SQL	upitima	za	




organizacione	 jedinice	 i	 težine	 povrede.	 Istraživanja	 podataka	 u	 oblasti	
rukovođenja	 i	 finansiranja	 zahtevaju	 izvršavanje	 znatno	 složenijih	 upita,	 tako	 da	
ovaj	tip	aplikacija	u	principu	koristi	rukovodstvo	preduzeća.		
Dopunu	 ovim	 sistemima	 predstavljaju	 softverske	 komponente	 za	 istraživanje	
podataka,	statističke	analize	i	analize	predviđanja	uz	korišćenje	naprednih	tehnika,	




strukture	uticati	na	 težinu	povreda?	Koliko	kurseva	obuke	 treba	održati	da	bi	 se	
obezbedila	 informatička	 pismenost	 radnika?	 Za	 naprednije	 korišćenje	 sistema	
poslovne	 inteligencije,	 osim	 podataka	 pohranjenih	 u	 bazama	 podataka,	 makar	 i	
višedimenzionalnim,	 potrebno	 je	 integrisanje	 specijalizovanih	 znanja	
organizovanih	 u	 ontologije	 znanja.	 Cheng	 H.	 i	 saradnici	 predstavljaju	 sistem	
poslovne	 inteligencije	 u	 oblasti	 finansija	 koji	 koristi	 ontologije	 uz	 statističke	
analize	 i	 istraživanje	 podataka	 i	 radi:	 (i)	 ekstrakciju	 podataka,	 transformaciju	 i	
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punjenje,	 (ii)	 kreiranje	 kocki	 i	 pronalaženje,	 (iii)	 statističku	 analizu	 i	 istraživanje	
podataka,	(iv)	upravljanje	metapodacima	primera,	(v)	pronalaženje	odgovarajućeg	
primera	za	rešavanje	novog	problema	(Cheng	et	al.,	2009).	Proizvedeno	znanje	za	








koje	 postoje	 (Chandrasekaran	 et	 al.,	 1999).	 U	 informatici	 i	 softverskom	







mogu	 sprovesti	 uspešno	 jedino	 uz	 podršku	 informaciono‐komunikacionih	
tehnologija	(Mingers,	2008).	
Znanje	 stečeno	u	 toku	 rešavanja	 jednog	problema	se	na	ovaj	način	može	ponovo	
koristiti	 za	 rešavanje	 novih	 problema	 korišćenjem	 istog	 ili	 drugog	 inteligentnog	
sistema.	 Upravljanje	 znanjem	 se	 sastoji	 od	 više	 procesa	 koje	 implementiraju	
menadžeri	 da	 bi	 podržali	 razvoj	 kapitala	 znanja,	 odnosno	 generisanje,	 kodiranje,	






domena	 koriste	 različiti	 korisnici,	 koji	 mogu	 biti	 ljudi	 ili	 različite	 softverske	
komponente	ili	agenti	(Gašević,	2004).	Pojam	ontologije	u	veštačkoj	inteligenciji	se	
vezuje	 za	mogućnost	 ponovne	 upotrebe	 i	 deljenja	 znanja	 nekog	 domena,	 iz	 čega	
proizilazi	da	 je	glavna	namena	ontologije	prenošenje	 i	 razmena	znanja.	 Imajući	u	
vidu	 da	 se	 sva	 softverska	 rešenja	 i	 poslovanje	 sve	 više	 orijentišu	 na	 veb,	
neophodno	 je	 povećati	 interoperabilnost	 i	 semantičku	 povezanost	 na	 vebu,	 gde	
ontologije	igraju	glavnu	ulogu	(Hepp	et	al.,	2005).	
Ne	 postoji	 opšte	 prihvaćena	 definicija	 ontologije	 i	 u	 literaturi	 postoje	 brojne	
definicije	ontologija	(Kalfoglou,	2001),	ali	jedna	od	prvih	definicija	ontologije	kaže	
da	 ontologija	 obuhvata	 osnovne	 termine	 i	 relacije	 koji	 čine	 rečnik	 oblasti	
istraživanja	 kao	 i	 pravila	 za	 kombinovanje	 termina	 i	 relacija	 u	 cilju	 definisanja	
proširenja	rečnika	(Neches	et	al.,	1991).	Uschold	i	Gruninger	kažu	da	je	ontologija,	




Chandrasekaran	 kaže	 da	 se	 ontologija	 može	 posmatrati	 na	 dva	 načina:	 kao	
reprezentacioni	rečnik	koji	daje	skup	termina	kojima	se	opisuju	činjenice	u	nekom	
domenu	 i	 kao	 konkretno	 znanje	 koje	 opisuje	 neki	 domen	 korišćenjem	
reprezentacionog	rečnika	kao	kolekciju	činjenica	o	domenu.	Drugi	način	posmatra	
ontologiju	 kao	 skup	 termina	 za	 predstavljanje	 specifičnih	 činjenica	 kao	 instanci	
domena,	 dok	 prvi	 vidi	 ontologiju	 kao	 opšti	 skup	 činjenica	 koje	 se	 dele	
(Chandrasekaran	et	al.,	1999).	Slično	u	objektno	orijentisanom	modeliranju,	klasa	
predstavlja	 apstrakciju	 koja	 ima	 atribute,	 relacije	 i	 semantiku,	 dok	 objekat	
predstavlja	instancu	klase,	sa	instancama	relacija	i	atributa	(Devedzić,	2002)	(Uml,	
2003).	
U	 ovoj	 disertaciji	 se	 pod	 ontologijom	 podrazumeva	 ono	 što	 je	 zajedničko	 kod	
većine	 definicija:	 eksplicitno	 predstavljanje	 zajedničkog	 razumevanja	 važnih	
koncepata	u	nekom	domenu	uz	mogućnost	deljenja	i	ponovnog	korišćenje	znanja	u	
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okviru	 ili	 između	 grupa	 agenata.	 Ontologije	 takođe	 sadrže	 definicije	 termina	
organizovanih	u	hijerarhiju	sa	skupom	veza	koje	postoje	između	tih	definicija.	
Razvoj	 ontologija	 je	 sličan	 razvoju	 softverskih	 sistema	 i	 podrazumeva	 analizu	





ontologija,	 može	 se	 posmatrati	 osnovna	 struktura	 ontologije.	 U	 radu	 (Noy	 and	
Hafner,	 1997a)	 se	 analizira	 deset	 poznatih	 ontologija.	 Na	 primeru	 tih	 ontologija,	
uočeno	 je	 da	 se	 struktura	 ontologije	 sastoji	 od:	 taksonomije	 koja	 predstavlja	
hijerarhijsku	 organizaciju	 koncepata,	 interne	 strukture	 sa	 osobinama	 i	 ulogom	
koncepata	i	eksplicitni	aksiomi	koji	se	definišu	nekim	matematičkim	mehanizmom,	
npr.	logika	prvog	reda	ili	konceptualni	grafovi.	
Analizirajući	 ontološke	 jezike	 semantičkog	 veba	 Gómez‐Pérez	 i	 Corcho	 definišu	
strukturu	 ontologije	 i	 ontološko	 znanje	 sledećim	 komponentama	 (Gómez‐Pérez	
and	Corcho,	2002):	
 Koncepti	su	obično	su	organizovani	u	taksonomije,	a	mogu	biti	apstraktni	ili	
konkretni,	 elementarni	 ili	 kompozitni,	 stvarni	 ili	 izmišljeni.	 Koncept	 tako	
može	da	bude	bilo	šta	o	čemu	se	nešto	može	reći,	a	u	literaturi	se	pod	istim	
pojmom	mogu	naći	i	termini:	klase,	objekti	ili	kategorije.	
 Taksonomije	 se	 koriste	 da	 organizuju	 ontološko	 znanje	 korišćenjem	 veze	
nadređeni	i	podređeni,	odnosno	opšte	i	posebno	ili	celina	i	deo.	










nekoliko	 klasifikacija.	 Prvi	 princip	 po	 kome	 se	 ontologije	 mogu	 klasifikovati	 je	
prema	stepenu	opštosti	ontologije	(Kalfoglou,	2001),	odnosno	da	li	neka	ontologija	





podataka,	 ponovno	 korišćenje	 i	 integracija	 sa	 postojećim	 bazama	 podataka	 i	
integracija	specifičnih	ontologija.		
S	 druge	 strane,	 ontologije	 specifične	 za	 neki	 domen	 se	 razvijaju	 za	 određeni	
domene.	Javno	dostupne	SWEET	ontologije	(SWEET)	spadaju	u	kategorija	srednjeg	
nivoa	 i	 sadrže	 oko	 6000	 koncepata	 u	 200	 odvojenih	 ali	 međusobno	 povezanih	
ontologija	(Raskin	and	Pan,	2005).	
Imajući	 u	 vidu	 da	 ontologije	 obuhvataju	 domensko	 znanje	 i	 znanje	 za	 rešavanje	
problema,	 one	 se	 mogu	 podeliti	 prema	 njihovoj	 nameni	 (Kalfoglou,	 2001)	 na	
ontologije	za	predstavljanje	znanja	 i	ontologije	koje	obuhvataju	znanje	vezano	za	
zadatak,	 ali	 koje	 je	nezavisno	od	domena	koji	definiše	 zadatak.	Podela	ontologija	
prema	 stepenu	 formalnosti	 razlikuje	 (Uschold	 and	 Gruninger,	 1996):	 visoko	
neformalne,	 polu‐neformalne,	 polu‐formalne	 i	 striktno	 formalne.	 U	 grupu	
neformalnih	 spadaju	 ontologije	 definisane	 korišćenjem	 govornog	 jezika,	 dok	 u	





Klasifikacije	 su	 verovatno	 najprirodnija	 tehnika	 koja	 se	 koristi	 za	 organizovanje	
informacija.	Zapisi	kojima	se	predstavljaju	 informacije	se	uređuju	hijerarhijski	po	
tematskom	 čvorovima	 idući	 od	 opštih	 ka	 specifičnijim	 konceptima	 kako	 se	
krećemo	 dublje	 u	 hijerarhiji.	 Ovaj	 stav	 je	 poznat	 kao	 Organizovanje	 znanja	 kao	
princip	organizovanja	od	opštih	do	posebnih,	nazvana	“Kodiranje	klasifikacija	kao	
laganih	ontologija”	(S‐Match)	(Fausto	Giunchiglia,	2006).	
Sadržaj	 klasifikacija	 se	 obično	 opisuje	 prirodnim	 jezikom	 (slika	 4.1.),	 što	 je	 vrlo	








Sledeći	 pristup	 je	 opisan	 u	 “Encoding	 Classifications	 As	 Lightweight	 Ontologies”	
(Fausto	 Giunchiglia,	 2006),	 gde	 se	 svaka	 etiketa	 čvora	 može	 prevesti	 u	
nedvosmislen	 formalan	 izraz.	 Kao	 rezultat,	 lagane	 ontologije	 ili	 formalne	
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klasifikacije	imaju	strukturu	drveta	kod	koje	svaka	etiketa	čvora	je	iskazna	formula	
nezavisna	 od	 jezika	 kojom	 se	 kodira	 značenje	 čvora.	 Uzimajući	 u	 obzir	 kontekst	
(odnosno	 put	 od	 korenog	 čvora),	 formula	 svakog	 čvora	 je	 obuhvaćena	 čvorom	
iznad.	 Kao	 posledica,	 osnovna	 struktura	 lagane	 ontologije	 je	 predstavljena	
relacijama	nadređeni‐podređeni.		
Korišćenje	 ontologija	 obuhvata	 najrazličitije	 primene:	 inteligentno	 pretraživanje	
informacija,	 obradu	 prirodnog	 jezika,	 elektronsko	 poslovanje,	 veb	 publikacije,	
automatsko	generisanje	dokumenata,	održavanje,	itd.				
Menzies	 (Menzies,	 1999),	 kao	 prednosti	 korišćenja	 ontologija	 navodi	
interoperabilnost	 pri	 sučeljavanju	 dve	 softverske	 komponente	 ili	 informaciona	
sistema,	 unapređenje	 prelistavanja	 i	 pretraživanja	 rezultata,	 unapređenje	
ponovnog	 korišćenja	 znanja	 i	 njegovo	 struktuiranje.	 Ontologije	 postaju	 ključna	
tehnologija	 za	 omogućavanje	 semantički‐vođene	 obrade	 znanja.	 Maedche	 sa	







Poslovni	 sistem	 predstavlja	 skup	 međusobno	 povezanih	 komponenti	 koje	 imaju	
internu	 logiku	 i	 pravila	 integracija	 koja	 obezbeđuju	 da	 sistem	 funkcioniše.	 Za	
izučavanje	 svojstava	 i	 ponašanja	 poslovnih	 sistema,	 potrebno	 je	 kreirati	 modele	
realnih	 sistema	 s	 ciljem	 razumevanja	 njihove	 logike.	 Slika	 5.1	 prikazuje	 primer	
modela	 poslovnog	 sistema,	 gde	 se	 objekti	 sistema	 opisuju	 atributima,	 uticaj	
okoline	 na	 sistem	 ulazom,	 a	 dejstvo	 sistema	 na	 okolinu	 izlazom.	 Ulazi	 i	 izlazi,	
odnosno	 rezultati	 mogu	 biti:	 podaci	 o	 radnicima,	 ugovorima,	 povredama,	 dok	
evidencije	 obuhvataju	 skladištenje,	 obradu,	 analizu	 i	 slične	 aktivnosti.	 Model	




Model	 predstavlja	 približnu,	 pojednostavljenu	 sliku	 sistema,	 koja	 sadrži	 bitna	
svojstva	 poslovanja.	 Model	 se	 obično	 prikazuje	 sa	 različitih	 aspekata	 i	 njegov	
razvoj	 prolazi	 kroz	 više	 faza,	 pri	 čemu	 se	 u	 svakoj	 fazi	modelu	 dodaju	 specifični	
detalji.	Modeliranje	 je	važno	za	razumevanje	svih	 inženjerskih	disciplina,	a	odvija	
se	 kroz	 više	 iteracija	 kako	 bi	 se	 obezbedilo	 da	 njihovi	 modeli	 zadovoljavaju	
postavljene	zahteve.		
 analysis Poslovni sistem
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Radi	 što	 boljeg	 razumevanja,	 modeli	 se	 prikazuju	 dijagramima	 u	 kojima	 su	
komponente	i	objekti	sistema,	kao	i	njihove	veze	prikazani	grafičkim	simbolima.	Za	
potpuni	 opis	 modela,	 uz	 vizuelni	 prikaz	 je	 neophodno	 da	 se	 neke	 informacije	 u	
modelu	 izraze	 tekstom.	 Najvažnija	 svojstva	 dobrog	 modela	 su;	 tačnost,	
konzistentnost,	jednostavnost	i	razumljivost.	
Za	model	 se	 kaže	da	 je	 tačan	 kada	 korektno	opisuje	 sistem	koji	 se	 gradi,	 a	 da	 je	
konzistentan	kada	različiti	pogledi	nisu	u	međusobnom	konfliktu.	Jednostavnost	se	




znanje.	 Podatak	 predstavlja	 zabeleženu	 činjenicu	 ili	 izmerenu	 vrednost,	 dok	 je	
informacija	 interpretacija	 podataka	 koji	 imaju	 određeno	 značenje.	 Informacija	 je	
obično	subjektivno	poimanje	primaoca.	Znanje	se	izvodi	iz	novih	informacija	koje	
se	 nadovezuju	 na	 postojeće	 znanje.	 Da	 bi	 informacija	 ostala	 sačuvana,	 treba	 je	
uskladištiti	 i	 taj	 zapis	 zove	 se	 podatak,	 pa	 se	 može	 reći	 da	 je	 podatak	 skup	
prepoznatljivih	 znakova	 na	 određenom	 mediju.	 Sa	 druge	 strane,	 informacija	 je	
protumačeni	 podatak,	 kojim	 se	 primaocu	 prosleđuje	 novost	 čiju	 vrijednost	 treba	
sam	da	oceni	(Zins,	2007).	
Internacionalna	 federacija	 za	 obradu	 informacija	 (International	 Federation	 for	
Information	 Processing	 ‐	 IFIP)	 (Speiser,	 1963),	 definiše	 informacioni	 sistem	 na	
sledeći	 način:	 "Informacioni	 sistem	 je	 sistem	 koji	 prikuplja,	 pohranjuje,	 čuva,	
obrađuje	 i	 isporučuje	 informacije	 važne	 za	 organizaciju	 i	 društvo,	 tako	 da	 budu	
dostupne	 i	 upotrebljive	 za	 svakog	 ko	 želi	 da	 ih	 koristi,	 uključujući	 poslovodstvo,	
klijente,	osoblje	i	ostale.	Informacioni	sistem	je	aktivni	društveni	sistem	koji	može,	
ali	ne	mora,	da	koristi	savremenu	informacionu	tehnologiju."		
Informaciona	 tehnologija	 (Davenport,	 2013)	 je	 tehnologija	 obrade	 informacija,	
koja	 se	 uz	 	 upotrebu	 računara	 naziva	 i	 informatičkom	 tehnologijom.	 Inovacije	 u	
poslovnom	 okruženju	 svakako	 podrazumevaju	 promenu	 i	 korišćenje	 specifičnih	
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alata,	 među	 kojima	 se	 smatra	 da	 je	 informaciona	 tehnologija	 najjači	 alat	 koji	 je	
uticao	 na	 promenu	 u	 savremenog	 poslovanja.	 Ogromne	 mogućnosti	 računara	 i	
komunikacionih	 tehnologija	 omogućile	 su	 proces	 inovacija,	 ali	 iako	 su	 ostvarile	
impresivne	benefite	mnogim	kompanijama,	još	uvek	nisu	iskorišćene	u	punoj	meri.	
Preporuke	za	implementaciju	inovacija	i	implementaciju	softverskih	rešenja	ističu	
potrebu	 kreiranja	 modela	 sistema	 koji	 se	 planira.	 Izrada	 modela	 sistema	 pre	
njegove	 implementacije	 postala	 je	 opšteprihvaćen	 standard	 u	 softverskom	
inženjerstvu	kao	i	u	ostalim	inženjerskim	disciplinama.	
5.2. Odnos	informacionih	i	poslovnih	sistema	
Poslovni	 sistem	 se	 može	 posmatrati	 kao	 skup	 komponenti	 organizovanih	 na	
određen	način,	koje	radeći	zajedno	postižu	postavljeni	cilj	ili	daju	rezultat.	Slika	5.2	






Informacioni	 sistem	 sa	 razrađenim	 postupcima	 informacionih	 aktivnosti	 je	
neophodan	 za	 funkcionisanje	 poslovnog	 sistema	 i	 predstavlja	 njegovo	 jezgro.	
Informacioni	sistem	može,	ali	sve	ređe,	funkcionisati	bez	računara	ali	je	po	pravilu	
podržan	 informatičkom	 tehnologijom,	 ili	 preciznije	 informaciono	 ‐	
komunikacionom	tehnologijom.	















Spoljašnje	 i	 unutrašnje	 informacije	 pristižu	 u	 poslovni	 sistem	 iz	 raznih	 izvora,	 a	
informacioni	sistem	ih	beleži,	obrađuje	i	proizvodi	nove	informacije.	Za	izvršavanje	
poslovnih	 zadataka	 i	 donošenje	 poslovnih	 odluka	 je	 potrebno	 da	 informacioni	
sistem	pruži	poslovnom	sistemu	potrebne	informacije,	 jer	informacija	predstavlja	
podlogu	 za	 donošenje	 poslovne	 odluke.	 Zbog	 pouzdanosti	 procesa	 odlučivanja	
svaki	poslovni	 sistem	gradi	 svoj	 informacioni	 sistem	da	bi	 obezbedio	podlogu	 za	
brzo	 i	 kvalitetno	 odlučivanje,	 koje	 je	 pretpostavka	 upravljanja	 poslovnim	
sistemom.		
Upravljanje	 poslovnim	 sistemom	 podrazumeva	 planiranje,	 organizovanje	 i	
kontrola	 poslovnih	 aktivnosti	 sistema.	U	 procesu	 planiranja	 se	 postavljaju	 ciljevi	
poslovnog	 sistema	 i	 donose	 planovi	 ostvarivanja	 ciljeva,	 dok	 se	 organizovanje	
odnosi	 na	 pravila	 i	 procedure	 izvršavanja	 poslovnih	 aktivnosti.	 Za	 uspešnu	
realizaciju	 planiranih	 poslovnih	 aktivnosti	 je	 neophodna	 kontinualna	 kontrola	
izvršavanja.	 Svaki	 od	 navedena	 tri	 segmenta	 upravljanja	 zahteva	 odgovarajuće	
informacije	za	donošenje	odluka.	
McLean	 navodi	 različite	 aspekte	 i	 svojstva	 uspešnih	 informacionih	 sistema.	 U	
pogledu	kvaliteta	sistema	kao	celine	ističe:	adaptivnost,	raspoloživost,	pouzdanost,	
brzinu	 odziva	 i	 upotrebljivost,	 dok	 za	 kvalitet	 informacija	 navodi:	 potpunost,	
jednostavnost	 razumevanja,	 personalizaciju	 (prilagodljivost),	 relevantnost	 i	
sigurnost.	 Kvalitet	 servisa	 odlikuju:	 osiguranje	 (izvesnost),	 empatija,	 odziv,	 a	 za	
kvalitet	 sistema	 su	 takođe	 bitni	 i	 kvalitet	 korišćenja,	 zadovoljstvo	 korisnika,	 i	





prikazuje	odvijanje	upravljanja	na	više	nivoa:	 strateško,	 taktičko	 i	operativno,	uz	






taktičko	 upravljanje	 pripada	 taktičkom	 ili	 srednjem	 poslovodstvu	 koje	 razmatra	
aktivnosti	 unutar	 dužeg	 razdoblja.	 Za	 analizu	 se	 koriste	 sumarni,	 periodični	
izvještaji	 i	 izvještaji	 o	 dnevnim	 aktivnostima.	 Operativno,	 niži	 novo	 rukovodstva	
nadgleda	 dnevne	 poslovne	 aktivnosti	 i	 sprovodi	 odluke	 taktičkog	 poslovodstva	
koristeći	 uglavnom	 dnevne	 izveštaje.	 Niži	 nivoi	 rukovodstva	 koriste	 analitičke	 i	
detaljnije	 a	 viši	 nivoi	 sintetizovane	 informacije.	 Za	 uspešno	 rukovođenje	 su	
potrebne	 kvalitetne	 i	 pouzdane	 informacije	 koje	 zahtevaju	 veću	 kontrola,	 što	 ih	
dodatno	poskupljuje.		
Razvoj	 internet	 tehnologija	 je	 promenio	 ne	 samo	 informatičke	 tehnologije:	
programske	 jezike,	 alate,	metode	projektovanja,	 već	 i	način	posmatranja	potreba	
korisnika,	 koji	 danas	 imaju	mogućnost	 da	 zadovolje	 svoje	 informacione	 potrebe	
iznajmljivanjem	 gotovih	 rešenja	 putem	 interneta/intraneta.	 Dodatan	 kvalitet	
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predstavlja	 i	 mogućnosti	 korišćenja	 softverskih	 proizvoda	 kao	 servisa	
informatičkih	 usluga	 putem	 internet/intraneta	 ili	 alata	 za	 razvoj	 u	 ovakvom	
okruženju.	Jedna	od	oblasti	sa	značajnim	razvojem	upravo	u	pravcu	veb	rešenja	su	
sistemi	za	podršku	u	odlučivanju	(eng.	DSS	–	Decision	Support	Systems),	odnosno	
njen	 segment	 analitička	 obrada	 podataka	 (OLAP).	 Pojava	 računarstvo	 u	 oblaku	
(engl.	Cloud	computing)	 je	donela	promenu	u	 svim	oblastima	pa	 je	 i	u	poslovnoj	
inteligenciji	uopšte	otvorila	nove	mogućnosti.	Računarstvo	u	oblaku	podrazumeva	
raspoloživost	 računarskih	 resursa	 i	 skladišnih	kapaciteta,	njihovo	deljenje	putem	
Interneta.	Za	pristupanje	aplikacijama	u	oblaku	se	koristi	veb	čitač.	
Osnovni	 tipovi	 servisa	 su:	 Softver	 kao	usluga,	 SaaS	 (engl.	 Software	 as	 a	 Service),	
Platforma	kao	usluga,	PaaS	(engl.	Cloud	Platform	as	a	Service),	Infrastruktura	kao	
usluga,	 IaaS	 (engl.	 Cloud	 Infrastructure	 as	 a	 Service)	 (NIST,	 2011).	 Poslovna	
inteligencija	u	oblaku	zamenjuje	klasične	sisteme	u	određenim	scenarijima	 jer	se	
može	konzumirati	lakše	od	tradicionalnih	alata	poslovne	inteligencije	zbog	toga	što	
je	 jeftinija	 za	 održavanje	 i	 lakša	 za	 implementaciju.	 Budući	 da	 koristi	 skalabilan	
oblik	 infrastrukture,	 može	 istovremeno	 koristiti	 više	 osoba	 bez	 smanjenja	
performansi	ili	brzine	(Mircea	et	al.,	2011).	
Informacioni	 sistem	 za	 podršku	 odlučivanju	 uključuje	 razne	 metode	 i	 tehnike	
obrade	informacija,	od	korišćenja	upitnih	 jezika,	proračunskih	tablica,	generatora	
izveštaja,	 grafičkih	 programa,	 do	 kompleksnih	 metoda	 modeliranja	 poslovnih	






odluka,	 jer	 se	 ne	 donose	 odluke	 automatski,	 već	 obezbeđuje	 analiza	 i	 podrška	
potrebna	za	odlučivanje.	
Niži	 nivoi	 odlučivanja	 rukuju	 bolje	 struktuiranim	 problemima,	 tako	 da	 koriste	
egzaktne,	kvantitativne	metode,	koje	su	jednostavnije	za	primenu	i	uglavnom	daju	
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jednoznačne	 rezultate.	 Više	 nivoe	 odlučivanja	 karakteriše	 fleksibilnija	 i	
promenljivija	 struktura	 podataka.	 Da	 bi	 se	 ostvarili	 ovi	 zahtevi	 potrebno	 je	
prilagoditi	informatičku	podršku	poslovanja	privredne	organizacije.	
U	 praksi	 se	 u	 istoj	 organizaciji	 često	 koriste	 aplikacije	 razvijene	 upotrebom	
različitih	 metoda	 projektovanja	 i	 alata,	 na	 različitim	 hardverskim	 i	 softverskim	
platformama,	 različitog	 stepena	 otvorenosti	 i	 kompatibilnosti,	 što	 otežava	













kog	 se	 mogu	 doneti	 određeni	 zaključci	 i	 kreirati	 poslovna	 politika.	 Jedno	 od	
mogućih	rešenja	je	analitička	obrada	podataka,	OLAP	(Chaudhuri	and	Dayal,	1997).	
Podršku	 za	 OLAP	 sisteme	 na	 tržištu	 nudi	 više	 proizvođača,	 među	 kojima	 su	
Microsoft,	Oracle	i	IBM.	OLAP	je	sinonim	za	višedimenzionalni	pogled	na	poslovne	
podatke	 podržan	 tehnologijom	 višedimenzionalnih	 ili	 relacionih	 baza	 podataka.	
Rukovodioci	 i	 analitičari	 koriste	 ovu	 tehnologiju	 kako	 bi	 sagledali	 više	 nivoe	
agregiranih	 pogleda	 na	 poslovne	 podatke.	 OLAP	 baza	 podataka	 obično	 se	 puni	





Izvori	 podataka	 mogu	 biti	 brojni,	 zapisani	 u	 različitim	 formatima,	 nastali	 u	
različitim	 operativnim	 sistemi.	 Postoje	 različiti	 načini	 za	 prenošenje	 podataka	 u	
ram	za	učitavanje	podataka:	sa	i	bez	transformacija.	Transformacije	često	uključuju	
denormalizaciju,	restrikcije,	selekcije,	prešifriranje,	agregaciju.		
Validni	 podaci	 smešteni	 u	 bazi	 postaju	 pristupačni	 za	 istraživanje	 (eng.	 data	
mining)	pomoću	alata	za	analizu,	pri	čemu	je	model	podataka	projektovan	tako	da	
krajnji	korisnik	može	 jednostavno	da	definiše	upite,	 što	znači	da	su	nazivi	 i	opisi	
polja	 semantički	 bogati,	 veze	 jednostavne,	 uz	 raznovrsne	 hijerarhije	 nad	 istim	
skupom	podataka.	Baza	podataka	treba	da	bude	optimizovana	sa	ciljem	povećanja	
efikasnosti	izvršavanja	upita.		
U	 procesu	 analize	 podataka	 potrebno	 je	 omogućiti	 jednostavno	 rukovanje	
podacima	 i	 obradu	 koja	 obuhvata:	 aritmetičke	 operacije,	 agregacije,	 sortiranja,	
poređenja,	šta‐ako	analize,	sopstvene	proračune,	statističke	analize	i	predviđanja.	
Važno	svojstvo	OLAP	sistema	je	jednostavno	generisanje	i	upotreba	predefinisanih	
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Osnovni	 pojmovi	 u	 OLAP‐u	 su:	 kocka	 (cube),	 dimenzija	 (dimension),	 mera	
(measure),	 tabela	 činjenica	 (fact	 table),	 tabela	 dimenzija	 (dimension	 table),	 nivo	
(level),	MOLAP,	ROLAP,	HOLAP,	particija	(partition),	virtuelna	kocka	(virtual	cube).	
5.3.2. Kocke	i	njihovi	delovi	
Osnovna	 jedinica	 za	 skladištenje	 i	 analizu	 je	 kocka,	 što	 predstavlja	 kolekciju	
podataka	 grupisanih	 po	 više	 dimenzija	 da	 bi	 se	 upiti	 brže	 izvršavali.	 Na	 primer,	
kocka	 podataka	 o	 proizvodnji	 može	 se	 grupisati	 po	 dimenziji	 organizacione	
jedinice	 i	 dimenziji	 mašine,	 ili	 kocka	 podataka	 o	 povredama	 po	 dimenziji	
organizacione	 jedinice,	 dimenziji	 radnog	 mesta,	 dimenziji	 doba	 dana,	 itd.	
Zahvaljujući	 ovakvoj	 organizaciji	 kocka	 može	 brzo	 da	 vrati	 odziv	 za	 postavljeni	
upit	po	bilo	kojoj	dimenziji	(Niemi	et	al.,	2002).	
Kocke	 su	 uređene	 po	 dimenzijama	 i	 merama.	 Dimenzije	 se	 dobijaju	 iz	 tabele	
dimenzija,	 dok	 se	 mere	 dobijaju	 iz	 tabele	 činjenica.	 Tabela	 dimenzija	 sadrži	
hijerarhijski	uređene	podatke	po	kojima	se	vrši	sumiranje.	Tako	je	moguće	pratiti	




tabela	 dimenzija.	 Dimenzija	 predstavlja	 kategoriju	 za	 analiziranje	 poslovnih	
podataka	 (npr.	 organizaciona	 struktura).	 Obično	 dimenzija	 sadrži	 prirodnu	
hijerarhiju,	tako	da	se	rezultati	nižeg	nivoa	mogu	uklopiti	u	rezultate	višeg	nivoa:	









Tabele	 činjenica	 i	 tabele	 dimenzija	 su	 povezane,	 pri	 čemu	 postoje	 dve	 osnovne	
OLAP	šeme	za	povezivanje	ovih	tabela.	U	šemi	tipa	zvezda	svaka	tabela	dimenzija	




Postoje	 tri	 različite	 vrste	 organizacije	 podataka,	 pa	 time	 i	 načina	 pronalaženja	
kompromisa	 između	 veličine	 i	 brzine:	 višedimenzioni	 OLAP	 (MOLAP),	 relacioni	
OLAP	(ROLAP)	i	hibridni	OLAP	(HOLAP).	Akronim	OLAM	se	koristi	za	istraživanje	
kocki	 (eng.	 OLAP	 mining)	 koji	 koristi	 strukturu	 OLAP‐a	 i	 tehnike	 istraživanja	
podataka	 i	 predstavlja	 osnovu	 poslovne	 inteligencije	 sa	 različitim	 metodama	 i	
tehnikama	istraživanja	podataka	(Jadav	and	Panchal,	2012).	
Višedimenzionalna	 baza	 podataka	MOLAP	 zasniva	 se	 na	 skladištenju	 podataka	 u	
specijalizovanim	 kockama	 sa	 konsolidovanim	 podacima.	 MOLAP	 kopira	 sve	
podatke	 i	 sva	 grupisanja	 podataka	 na	 server	 na	 kome	 se	 obavlja	 analiza,	 gde	 se	
podaci	 čuvaju	 u	 optimizovanom	 višedimenzionalnom	 formatu.	 Od	 sva	 tri	 tipa,	
MOLAP	 obezbeđuje	 najbolje	 performanse	 jer	 je	 sve	 dostupno	 u	 trenutku	
izvršavanja	 upita.	 Izvršavanje	 kompleksnih	 kalkulacija	 je	 sa	 kraćim	 vremenom	
odziva	u	odnosu	na	ROLAP.		
Ukoliko	 se	 koristi	 MOLAP,	 svaka	 dimenzija	 opisuje	 jedan	 aspekt	 posmatranja	
pojave.	 Varijablom,	 odnosno	 promenljivom	 se	 opisuju	 informacije	 o	 nekoj	 pojavi	















velike	 skupove	 podataka	 nad	 kojima	 se	 retko	 izvršavaju	 upiti	 jer	 minimizuje	
prostor	 za	 skladištenje	 podataka	 i	 vreme	 za	 pripremu	 obrade.	 Ima	 loše	
performanse	u	pogledu	izvršavanja	kompleksnih	kalkulacija.		
Jedan	 aspekt	 posmatranja	 neke	 pojave	 predstavljen	 je	 jednom	 dimenzinalnom	
tabelom.	 Jednovremeno,	 informacija	 o	 nekoj	 pojavi,	 zajedno	 sa	 podacima	 koji	 je	
opisuju	 data	 je	 tabelom	 činjenica.	 Veze	 između	 ovih	 vrsta	 tabela	 su	maksimalno	
pojednostavljene.	 Da	 bi	 se	 opisao	 neki	 složeniji	 aspekt	 posmatranja,	 uz	
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istovremeno	očuvanje	 jednostavnosti	veza	primenjuje	se	redudansa	podataka.	Na	
























Hibridna	 baza	 podataka	 HOLAP	 je	 kombinacija	 prethodna	 dva	 pristupa.	 Izvorni	
podaci	 ostaju	 u	 relacionim	 tabelama,	 ali	 se	 sumarni	 čuvaju	 na	 serveru	 u	
optimizovanom	 višedimenzionalnom	 formatu.	 HOLAP	 omogućava	 da	 veličina	
višedimenzionalne	baze	podataka	bude	3	do	10	puta	veća	u	odnosu	na	MOLAP,	ali	
je	 još	 uvijek	 znatno	 manja	 u	 odnosu	 na	 ROLAP.	 Vreme	 odziva	 u	 izvršenju	
kompleksnih	kalkulacija	približno	je	jednaka	MOLAP‐u.		
5.3.4. Particije	i	virtuelne	kocke	























Kao	 što	 su	 particije	 podskupovi	 kocki,	 virtuelne	 kocke	 su	 nadskupovi	 kocki.	
Virtuelne	 kocke	 omogućavaju	 učitavanje	 podataka	 na	 osnovu	 više	 kocki.	 Na	
primer,	 ukoliko	 postoji	 kocka	 sa	 podacima	 o	 ostvarenoj	 proizvodnji	 i	 kocka	 sa	




komunikacione	 mreže	 kako	 bi	 pretočio	 podatke	 u	 informacione	 proizvode	 kroz	




































































administratore	 baza,	 sistemskog	 softvera	 i	mrežnih	 sistema.	 Hardverske	 resurse	
čine:	 serveri,	 desktop	 i	 laptop	 računari,	 kao	 i	 mobilni	 uređaji,	 periferijska	
informatička	 oprema	 i	 mediji.	 Softverski	 resursi	 obuhvataju:	 programe,	
programske	biblioteke,	veb	servise,	veb	 i	mobilne	aplikacije,	dok	mrežne	resurse	
čine:	komunikacioni	mediji	i	mrežna	infrastruktura.	
Ulaz	 u	 informacioni	 sistem	 predstavljaju	 resursi	 podataka,	 koji	 se	 transformišu	
aktivnostima	 obrade	 podataka	 u	 raznovrsne	 informacione	 proizvode	 koji	 se	
isporučuju	 krajnjim	 korisnicima	 sistema.	 Korišćenje	 termina	 "resurs	 podataka"	
umesto	 "podaci"	 ističe	 kompleksnost	 ulaza	 i	 izlaza	 informacionog	 sistema,	 kao	 i	




u	 pisanoj	 komunikaciji.	 Savremeno	 poslovanje	 generiše	 i	 koristi	 brojne	 formate	
multimedijalnih	podataka:	slike,	crteži,	karte,	audio	i	video	zapisi.	
Najčešća	 organizacija	 resursa	 podataka	 u	 informacionom	 sistemu	 je	 korišćenjem	
relacionih	baza	podataka,	a	osim	njih	mogu	biti	sistemi	datoteka,	hijerarhijske	XML	
izvorne	baze	i	objektno‐orijentisane	baze.	Baze	znanja	čuvaju	znanje	kao	činjenice,	
pravila,	 rešene	 slučajeve,	 iskustvo	 i	 slično.	 Može	 se	 reći	 da	 su	 podaci	 sirove	
činjenice	 ili	 zapažanja,	 obično	o	pojavama	 ili	poslovnim	 transakcijama.	Podaci	 se	
mogu	posmatrati	i	kao	mere	atributa,	odnosno	karakteristika	entiteta:	mesta,	ljudi,	
stvari	i	događaja.	
Obrada	 podataka	 obuhvata	 organizovanje,	 agregaciju	 i	 upravljanje	 podacima,	
potom	analiziranje	 i	ocenu	njihovog	sadržaja	 i	konačno	stavljanje	u	odgovarajući	
kontekst	za	krajnjeg	korisnika.	Softverski	resursi	objedinjuju	sistemski	softver,	kao	






Rational	 Unified	 Process	 (RUP)	 je	metoda	 projektovanja	 i	 razvoja	 informacionih	
sistema	 razvijena	 u	 IBM‐u,	 zasnovana	 na	 iterativno‐inkrementalnom	 principu	
vođenom	slučajevima	upotrebe.	Prva	faza	obuhvata	razvoj	poslovnog	modela	koji	
specificira	arhitekturu	informacionog	sistema	koji	najbolje	podržava	dati	poslovni	




aktivnosti	 u	 sistemu	 i	 modeliranje	 ponašanja	 i	 interakcije	 između	 resursa	
(Kruchten,	2004).	
Jedinstveni	 jezik	 modeliranja	 UML	 se	 već	 duži	 niz	 godina	 dominantno	 koristi	 u	
praksi	i	implementiran	je	u	većini	alata	za	modeliranje	softverskih	sistema	tako	da	
predstavlja	 industrijski	 standard	 za	modelovanje	 softvera.	 Razvoj	 softvera	 danas	
sledi	iterativni	pristup	koji	u	nizu	iteracija	omogućava	bolje	razumevanje	domena	i	
smanjenje	 rizika,	 a	 inkrementalno	 vodi	 ciljnom	 sistemu.	 Kao	 primer	 dobro	
strukturiranog	iterativno‐inkrementalnog	procesa,	koji	je	našao	široku	primenu	u	
inženjerskoj	 praksi,	 često	 se	 navodi	 RUP.	 Prikaz	 RUP	 iz	 tehničke	 perspektive	 ‐	
pogled	 na	 RUP	 sa	 aspekta	 organizacije	 aktivnosti	 i	 primene	 odgovarajućih	
softverskih	tehnika	tokom	vremena	(slika	5.9.).	
RUP	 ima	 dve	 dimenzije:	 statički	 aspekt	 procesa	 koji	 se	 izražava	 aktivnostima,	










između	 softverskih	 inženjera	 i	 stručnjaka	 iz	 domena.	 Poslovni	 profil	 uključuje	
model	poslovnih	slučajeva	upotrebe	i	poslovni	objektni	model.	
Model	 poslovnih	 slučajeva	upotrebe	 opisuje	 poslovni	 sistem	 i	 njegove	 odnose	 sa	




Realizacija	 poslovnog	 slučaja	 upotrebe,	 grupe	 ili	 sistema	 poslovnih	 slučajeva	
upotrebe	 dokumentuje	 se	 tekstualno	 i	 grafički.	 Opis	 podrazumeva	 specifikaciju	
karakteristika	 i	 aktivnosti	 datog	 procesa	 visokog	 nivoa,	 sa	 prikazom	 redosleda	
najznačajnijih	 aktivnosti,	 kao	 što	 su	 odgovornosti	 učesnika	 za	 sprovođenje	
aktivnosti	i	objekti	koje	ti	učesnici	koriste.	Ukoliko	se	prikazuje	raspored	aktivnosti	
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po	 radnim	 grupama	 uvode	 se	 takozvane	 “plivačke	 staze“	 radi	 preciznije	
specifikacije	u	složenim	poslovnim	sistemima.	
Poslovni	 objektni	 model	 predstavlja	 pogled	 na	 poslovni	 sistem	 iznutra	 kojim	 se	
opisuju	 procesi,	 procedure	 i	 ponašanja	 učesnika,	 korišćenje	 resursa	 i	 njihova	
organizacija.	 On	 uključuje	 detaljne	 dijagrame	 aktivnosti,	 interakcije	 i	 klasa.	
Poslovni	 objektni	 model	 uključuje	 i	 neki	 od	 objektno‐orijentisanih	 dijagrama	
interakcije:	 dijagram	 saradnje	 za	 fokusiranje	 na	 strukturalnu	 komponentu	 ili	
dijagram	 sekvence	 za	 vremensku	 komponentu	 procesa.	 Dijagram	 objekata	





prikaz	 realizacije	 poslovnih	 slučajeva	 upotrebe	 dijagramima	 aktivnosti	 visokog	




radi	 na	 novoj	 generaciji	 proizvoda.	 Razvojni	 ciklus	 čine	 četiri	 faze:	 početak,	
razrada,	konstrukcija	i	prenos.	U	početnoj	fazi	se	postavlja	osnova	za	specifikaciju	
funkcionalnih	 i	 nefunkcionalnih	 zahteva	 ciljnog	 sistema,	 svi	 eksterni	 entiteti	 i	
poslovni	slučajevi	upotrebe	se	identifikuju	i	ukratko	se	opisuje	njihova	interakcija	
na	visokom	nivou.	
Izlaz	 iz	 ove	 faze	 je	 vizija	 osnovnih	 zahteva,	 ključnih	 karakteristika	 i	 glavnih	
ograničenja.	 Funkcionalni	 opis	 poslovnih	 slučajeva	 upotrebe	 dijagramima	
aktivnosti	 visokog	 nivoa	 predstavlja	 dobar	 osnov	 za	 definisanje	 funkcionalnih	
zahteva	 ciljnog	 sistema,	 a	 tekstualni	 opis	 omogućava	 i	 specifikaciju	
nefunkcionalnih	zahteva	kao	što	su	npr.	performanse	ciljnog	sistema.	
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Početna	 faza	 može	 biti	 realizovana	 u	 jednoj	 iteraciji	 u	 slučaju	 jednostavnih	
poslovnih	sistema,	dok	se	za	složene	poslovne	sisteme	prolazi	kroz	više	iteracija,	a	




Faza	 razrade	 predstavlja	 sveobuhvatnu	 analizu	 poslovnog	 sistema,	 postavljanje	
arhitekture,	razvoj	dinamičkog	plana	i	uklanjanje	rizika	u	projektu.	Tu	je	uključeno	
identifikovanje	funkcionalnih	i	nefunkcionalnih	zahteva	tako	da	je	ovo	najkritičnija	
faza	 u	 procesu	 jer	 postavljeni	model	mora	 biti	 stabilan	 da	 bi	 se	 kasnije	 uspešno	
mogli	modifikovati	detalji.	Ova	faza	podrazumeva	razvoj	prototipa	 informacionog	
sistema	koji	realizuje	ključne	slučajeve	upotrebe	opisane	u	početnoj	fazi.	Na	kraju	
faze	 razrade	 model	 slučajeva	 upotrebe	 treba	 da	 je	 80%	 kompletan,	 da	 su	
identifikovani	 svi	 slučajevi	 upotrebe	 i	 svi	 učesnici,	 da	 je	 većina	 i	 opisana,	 da	 je	






uputstvo	 za	 upotrebu.	 U	 fazi	 konstrukcije,	 aktivnostima	 poslovnog	 modelovanja	
ostaju	 jedino	 neki	 specifični	 procesi	 za	 koje	 je	 u	 prethodnim	 iteracijama	 uočena	
potreba	revizije.	
U	 fazi	 tranzicije	 razvijeni	 sistem	 se	 prenosi	 iz	 razvojnog	 okruženja	 u	 konkretan	





Kako	 je	 već	 naglašeno,	 sistem	 poslovne	 inteligencije	 za	 upravljanje	 zaštitom	 na	
radu	u	rudarstvu,	čiji	 je	razvoj	prikazan	u	ovoj	doktorskoj	disertaciji,	svoje	mesto	
nalazi	 u	 okviru	 treće	 faze	 Demingovog	 ciklusa	 –	 Provera	 i	 korektivne	 mere.	
Evidencija	i	analiza	indikatora	stanja	zaštite	na	radu,	kao	što	su	nezgode,	povrede	
na	 radu	 i	 profesionalna	 oboljenja,	 treba	 da	 omoguće,	 primenom	 savremenih	
informacionih	 tehnologija,	 kompleksnu	 i	 sveobuhvatnu	 analizu	 prikupljenih	
podataka	i	ocenu	uspešnosti	primenjenih	mera	zaštite	kao	i	unapređenje	procesa	
donošenja	 odluka	 vezanih	 za	 poboljšanje	 primenjenih	 i	 izbor	 novih	 mera	 pri	
upravljanju	procesima	zaštite	na	radu	u	rudnicima.	
Razvoj	 sistema	 za	 praćenje	 i	 analizu	 stanja	 zaštite	 na	 radu	 zasnovan	 je	 na	
iterativno‐inkrementalnom	 principu	 vođenom	 slučajevima	 upotrebe.	 Prva	 faza	
obuhvata	 specifikaciju	 korisničkih	 zahteva,	 odnosno	 funkcionalnosti	 sistema	 koji	
se	 razvija,	 i	 poslovnog	modela	koji	 specificira	arhitekturu	 informacionog	 sistema	
kroz	 konceptualni	model.	 Dalje	modeliranje	 uključuje:	 konceptualno	modeliranje	
podataka	 koje	 daje	 celokupan	 pogled	 na	 sistem,	 strukturno	 koje	 formalizuje	
organizaciju	poslovnog	sistema,	procesno	sa	specifikacijom	poslovnih	aktivnosti	u	
sistemu	 i	 modeliranje	 ponašanja	 i	 interakcije	 između	 resursa	 (Kruchten,	 2004).	
Implementacija	 sistema	 se	 prikazuje	 karakterističnim	 komponentama	 sistema	
evidencije	 službe	 zaštite	 sa	 posebnim	 osvrtom	 na	 evidenciju	 povreda.	 Nakon	
završenih	 evidencija	 se	 primenjuju	 analitički	 servisi	 poslovne	 inteligencije	
razvijenog	sistema	u	cilju	ranog	otkrivanja	rizika	od	nezgode,	kroz	analizu	uzroka,	





Osnovni	 zahtev	 koji	 sistem	 za	 praćenje	 i	 analizu	 stanja	 zaštite	 na	 radu	 treba	 da	
ispuni	 je	 da	 na	 osnovu	 broja	 povreda	 i	 pojave	 profesionalnih	 oboljenja,	 vrsta	
povreda,	 ocena	 težine	 povreda,	 izvora	 i	 uzroka	 povreda	 i	 karakteristika	 radne	
sredine	 ukaže	 na	 ključne	 kategorije	 i	 kombinacije	 kategorija	 koje	 imaju	 visoku	
učestalost.		




 o	određivanju	radnih	mesta	sa	posebnim	uslovima	rada	 i	o	 ispitivanjima	 i	
praćenju	stanja	životne	i	radne	sredine	radnika,	
 o	zaštiti	od	požara,		





 podatke	 za	 obuku	 radnika	 i	 proveru	 znanja	 o	 obučavanju	 zaposlenih	 iz	
oblasti	tehničke	zaštite	i	protivpožarne	zaštite,	i		
 podatke	o	stečenim	sertifikatima	iz	tehničke	i	protivpožarne	zaštite.	
Najvažniji	 deo	 sistema	 je,	 kako	 je	 već	 navedeno,	 evidencija	 nesreća	 i	 havarija	 na	
rudnicima,	koja	obuhvata	vreme,	mesto	i	podatke	o	tome	šta	je	havarisano.	Uz	to	se	
evidentiraju	i	podaci	vezani	za	povrede	na	radu,	što	obuhvata:	












ostvariti	 razmenu	 podataka	 i	 interakciju	 sa	 drugim	 delovima	 poslovnog	
informacionog	sistema.	Na	primer,	programskim	sistemom	za	Poslovno	planiranje	
treba	 da	 se	 podrži	 Izrada	 planova	 aktivnosti,	 nabavke,	 obuke	 kadrova	 i	 zaštite,	
potom	pregledi,	 ispitivanje	i	servisiranje	instalirane	zaštitne	opreme,	a	koje	treba	
informatički	 podržati	 i	 programskim	 sistemima	 za	 Održavanje	 baze	 tehničkih	
podataka	 i	 Održavanje	 opreme	 i	 objekata.	 Skladištenje	 opreme	 i	 ličnih	 zaštitnih	
sredstava	treba	informatički	podržati	programskim	sistemom	za	Skladištenje.	
6.2. Konceptualni	model	programskog	sistema	
Modeliranje	 sistema	 poslovne	 inteligencije	 za	 upravljanje	 zaštitom	 na	 radu	 u	
rudarskoj	 industriji	 je	 urađeno	 korišćenjem	 UML	 jezika.	 U	 ovom	 poglavlju	 biće	
prikazani	 primeri	 karakterističnih	 dijagrama	 i	 opisa	 za	 vizualizovanje,	
specifikovanje,	 konstruisanje	 i	 dokumentovanje.	 UML	 kao	 jezik	 ima	 precizno	
definisanu	 sintaksu	 i	 semantiku,	 pri	 čemu	 je	 najvidljiviji	 deo	 semantike	 upravo	
njegova	 grafička	 notacija	 koja	 omogućava	 precizno	 specificiranje	 arhitekture	
informacionog	sistema	kroz	konceptualni	model.	
Proces	modeliranja	u	UML‐u	može	da	 ima	 različite	 tokove,	 ali	 se	najčešće	koristi	
UML	 modeliranje	 po	 Larmanu	 (Larman,	 2005)	 koje	 se	 sastoji	 od	 sledećih	 faza:	
slučajevi	 korišćenja,	 konceptualni	model,	 sistemski	 dijagrami	 sekvenci,	 sistemski	
ugovori,	 kolaboracioni	 ugovori,	 dijagrami	 klasa,	 implementacija.	 Specifikacija	
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čiji	 su	 akteri	 radnik	 koji	 prijavljuje	 povredu,	 referent	 službe	 za	 bezbednost	 i	
zdravlje	na	radu	koji	je	evidentira	i	zdravstvena	ustanova	koja	pregleda	povređene	
radnike	i	utvrđuje	stepen	povreda.	Slučaj	upotrebe	Prijavljivanje	povrede	uključuje	
(na	 dijagramu	 označeno	 rezervisanom	 reči	 “include”)	 slučaj	 Evidentiranje	






prate	 dijagrame.	 Model	 sistema	 detaljno	 obrađuje	 svaki	 slučaj	 upotrebe,	 a	 u	
disertaciji	se,	kao	primer,	predstavlja	samo	jedan	od	slučajeva	upotrebe	u	kom	se	
prijavljuje	 događaj	 na	 kopu,	 što	 može	 biti	 kvar,	 organizacini	 zastoj,	 incident	 ili	
slično.	
 uc Ev idencije iz oblasti službe za bezbednost i zdrav lje na radu 
Ev identiranje podataka 
v ezanih za zaštitu na radu
Ev identiranje podataka 
v ezanih za zaštitu od požara
Ev identiranje podataka o 
hav arijama na rudniku
Ev identiranje podataka 
v ezanih za izdav anje ličnih 
zaštitnih sredstav a
Ev identiranje podataka 
v ezanih za pov rede na 
radu
Referent službe za 
bezbednost i zdrav lje 
na radu
Ev identiranje podataka 





















 Ukoliko	 u	 ontologiji	 i	 šifarnicima	 ne	 postoji	 šifriran	 uzrok,	 vrsta,	 lokacija,	
objekat,	 ili	 proizvodna	 jedinica	 potrebno	 ga	 je	 evidentirati,	 a	 potom	nastaviti	
unos.	
Nakon	 dijagrama	 upotrebe	 kreira	 se	 konceptualni	 model,	 kojim	 se	 određuju	
entiteti	koji	imaju	tendenciju	da	kasnije	postanu	klase	sa	potpunom	deklaracijom.	
Model	obuhvata	koncepte,	asocijacije	između	koncepata	i	atribute	koncepata.	Slika	
6.3.	 prikazuje	 primer	 dijagrama	 sa	 uočenim	 konceptima:	 Događaj,	 Radnici,	
Lokacije,	Objekti,	Proizvodne	jedinice,	Uzrok,	Vrsta	i	Smena.	
 uc Ev identiranje pov rede
Ev identiranje 
događaja-nesreće
Utv rđiv anje stepena 
inv aliditeta
Prijav lj iv anje 
pov rede





Zdrav stv ena 
ustanov a
Referent službe za 
bezbednost i 





Ponašanje	 sistema	 se	 opisuje	 sekvencijalnim	 dijagramima,	 gde	 se	 formalizuje	






































 sd Ev identiranjePov rede (sekv encijalni)
Referent službe za




unesi_dogadjaj(Radnik, Uzrok, Smena, Datum, Lokacija,
Objekat, ProizvodnaJedinica, Sat, Minut, Opis)
poruka o uspehu transakcije()
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	 Postuslov:Kreirana	 nova	 instanca	 Povreda.Kreirana	 asocijacija	 između	
tabele	 Povreda	 i	 tabela	 Radnik,	 Uzrok,	 Lokacija,	 Objekat,	 ProizvodnaJedinica	 i	
SmenaNaDan.	





 sd Ev identiranjePov rede
Referent službe za


















unesi_dogadjaj(Radnik, Uzrok, Smena, Datum, Lokacija, Objekat, ProizvodnaJedinica, Sat, Minut, Opis)
poruka o uspehu transakcije()
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Slika	6.6.	prikazuje	dijagram	korišćenja	iz	oblasti	službe	bezbednosti	i	zdravlja	na	
radu,	 na	 kom	 se	 izdvajaju	 tri	 aktera	 i	 šest	 slučajeva	 korišćenja.	 Referent	 službe	
bezbednosti	 i	 zdravlja	na	 radu	definiše	 radna	mesta	 sa	posebnim	uslovima	 rada,	
organizuje	 obuku	 radnika,	 što	 uključuje	 izradu	 programa	 obuke,	 evidenciju	 o	
održanim	 kursevima	 i	 podatke	 o	 proveri	 znanja.	 On	 takođe	 prati	 zdravstveno	
stanje	 radnika,	 upućuje	 na	 sistematske	 preglede	 i	 vodi	 evidenciju	 o	 izvršenim	
periodičnim	 pregledima	 radnika.	 Osim	 sistematskih	 pregleda,	 on	 vrši	 i	 analizu	
bolovanja,	invalidnosti,	daje	ocenu	sposobnosti	za	rad,	predlog	za	prekvalifikaciju	i	sl.	
Radnik	 zadužuje	 i	 koristi	 zaštitna	 sredstva,	 o	 čemu	 se	 vodi	 precizna	 evidencija	
(zaduženja/razduženja).	 Važan	 segment	 je	 i	 evidencija	 o	 izvršenim	 ispitivanjima	









mesta sa posebnim 
uslov ima rada
Dobijanje sertifikata o 
zav ršenoj  obuci
Obav ljanje periodičnih 
sistematskih pregleda
Referent službe za 








Stručno obučav anje 
radnika
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i	 ispitivanjima	oruđa	 za	 rad	 i	 procesa	 rada.	 Slika	 6.7.	 prikazuje	 dijagram	veze	 sa	
spoljnim	institucijama,	na	kom	se	uočavaju	četiri	osnovna	slučaja	upotrebe.		
Prijavljivanje	 teških	 i	 smrtnih	 povreda,	 sa	 prijavljivanjem	 materijalne	 štete	
sprovodi	 služba	bezbednosti	 i	 dostavlja	Ministarstvu	unutrašnjih	poslova.	 Služba	
takođe	vodi	evidenciju	o	pregledima	radnika	i	lekarskim	nalazima	koje	su	obavile	
zdravstvene	 ustanove.	 Rudarskoj	 inspekciji	 se	 dostavljaju	 izveštaji	 o	 povredama,	
profesionalnim	 oboljenjima	 i	 materijalnoj	 šteti,	 dok	 se	 izveštaji	 o	 povredama	
dostavljaju	 filijali	 Republičkog	 zavoda	 za	 zdravstveno	 osiguranje	 i	 penziono‐






 uc Veza sa spoljnim institucijama
Služba za 
bezbednost i 
zdrav lje na radu
Rudarska 
inspekcija





Prijav lj iv anje teških i 
smrtnih pov reda i 
materijalne štete
Pregledi radnika i 
lekarski nalazi
Ev identiranje izv eštaja o 
pov redama, profesionalnim 




Dostav ljanje izv eštaja 
o pov redi
Filij ala Republičkog 
zav oda za zdrav stv eno 
osiguranje
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Dijagrami	 klasa	 predstavljaju	 strukturni	 dijagram	 koji	 pokazuje	 skup	 klasa	







jezgro	 celog	 sistema.	 Konceptualni	 model	 dela	 baze	 podataka	 koji	 se	 odnosi	 na	
osnovne	 tabele	 sistema	 prikazuje	 Slika	 6.9.	 Podaci	 o	 poziciji	 radnika	 u	 firmi	 se	
beleže	 vezom	 tabele	 Radnici	 sa	 tabelom	 OJ,	 koja	 predstavlja	 hijerarhijski	




Ocevici,	 Prijava,	 Pregled,	 Bolovanje,	 S_RM,	 Zastita,	 čija	 će	 uloga	 i	 sadržaj	 biti	
objašnjeni	 u	 nastavku	 teksta	 detaljnim	 dijagramima.	 Tabela	 Pregled	 ima	 veze	 sa	




















































u	 zaglavlju	 ima	 naziv	 tabele,	 u	 sledećem	 odeljku	 atribut	 koji	 je	 jedinstveni	



























Slika	 6.11.	 prikazuje	 model	 dela	 baze	 podataka	 koji	 se	 odnosi	 na	 modelirani	
događaj,	odnosno	povredu	 i	način	evidentiranja	propratnih	 informacija.	Za	svaku	
povredu	 se	 beleže	 podaci	 o	 mestu	 povređivanja:	 mašini,	 delu	 mašine,	 lokaciji,	
potom	 vremenski:	 datum,	 smena,	 doba	 dana,	 o	 stručnoj	 spremi:	 propisana	 i	
školska	sprema	radnika,	stručno	obrazovanje,	zanimanje,	obavljani	posao	u	vreme	
povređivanja	i	informacije	o	prethodnom	povređivanju	radnika.	Za	povredu	može	
biti	 vezano	 jedno	 ili	 više	 bolovanja	 koja	 se	 evidentiraju	 periodom	 trajanja	 i	
uzrokom.	U	tabeli	Prijava	se	navodi	i	odgovorno	lice	i	njegov	posao,	detaljan	opis	
povrede,	 ranije	 slične	 povrede,	 broj	 povređenih	 i	 eventualno	 poginulih.	 Naročito	
važan	 deo	 predstavlja	 klasifikovanje	 povrede	 prema	 izvoru	 i	 uzroku,	 što	 se	
kontroliše	 domenima	 o	 vezom	 sa	 tabelom	 S_Koncept	 koja	 sadrži	 koncepte	
ontologije	 za	 kontrolu	domena.	U	bazi	 se	nalazi	 kompletna	 zvanična	 klasifikacija	




















































































MKB	 i	 pripremajući	 se	 za	 XXI	 vek	 i	 bolji	 kvalitet	 ukupnog	 rada	 u	 zdravstvu,	
zakonska	 obaveza	 registracije	 morbiditeta	 i	 mortaliteta	 mora	 se	 ispunjavati	
preciznije.	 Primena	 MKB	 10	 omogućila	 bi	 sistematsko	 praćenje,	 poređenje,	
tumačenje	 i	 analiziranje	 podataka,	 a	 istovremeno	 poslužila	 bi	 kao	 objektivna	




Klasifikacija	 bolesti	 je	 delimično	 uparena	 sa	 engleskim	 terminima.	 U	 okviru	
klasifikacije	 dijagnoza,	 u	 okviru	 grupe	 „Povrede	 trovanja	 i	 posledice	 delovanja	
spoljašnjih	faktora“	je	uneto	947	dijagnoza,	od	toga	913	sa	prevodom	na	engleski,	
dok	je	za	grupu	„Spoljašnji	uzroci	morbiditeta	i	mortaliteta“	uneto	158	na	srpskom	
jeziku	 i	41	prevod	na	engleski	 jezik.	Ostali	domeni	su	 takođe	prevođeni	 i	 termini	






























































































engleskom	 jeziku,	 što	 olakšava	 i	 standardizuje	 razmenu	 podataka	 sa	 različitim	
poslovnim	partnerima	i	institucijama.	
U	 tabeli	 Zaštita	 su	 pohranjeni	 podaci	 o	 posebnim	 uslova,	 poštovanju	 propisa,	
redovnim	pregledima,	osposobljenosti	za	to	radno	mesto,	propisanim	i	korišćenim	
sredstvima	 lične	 zaštite.	 Unos	 podataka	 o	 sprovedenim	 merama	 zaštitne	 se	
kontroliše	domenskom	ontologijom.		
U	okviru	 evidencije	 lekarskih	pregleda	ontologijom	 se	 kontrolišu	ocene	povreda,	
spoljni	uzroci,	povređeni	delovi	tela	i	postavljene	dijagnoze.	Ovakav	način	strogog	
kontrolisanja	 domena	 atributa	 omogućava	 kasnije	 višestruke	 klasifikacije,	
zaključivanje	i	izvođenje	novih	znanja.	
Za	kontrolu	vrednosti	svojstava	potrebno	je	obezbediti	izdvajanje	skupova	termina	
koji	 predstavljaju	 dozvoljene	 vrednosti	 za	 pojedina	 svojstva,	 što	 se	 realizuje	
kreiranjem	 odgovarajućih	 domen.	 Domeni	 mogu	 biti	 liste	 ili	 hijerarhijska	 stabla	
termina,	ali	u	oba	slučaja	reč	je	isključivo	o	terminima	koji	su	u	ontologiji.		
Slika	 	 prikazuje	 model	 za	 rukovanje	 domenima.	 Tabela	 m_Domen	 skladišti	 sve	
podatke	 potrebne	 za	 opis	 nekog	 domena:	 da	 li	 je	 u	 pitanju	 lista	 ili	 hijerarhijsko	
stablo,	 da	 li	 je	 u	 pitanju	 numerički	 domen	 sa	 dozvoljenim	 opsegom	 vrednosti	 i	








Kako	 bi	 se	 zadovoljili	 zahtevi	 definisani	 u	 odeljku	 6.1.,	 postavila	 arhitektura	
sistema	 iz	 odeljka	 6.2.	 i	 podaci	 struktuirali	 prema	 projektovanom	modelu	 baze,	
potrebno	 je	 bilo	 izabrati	 robusno	 i	 fleksibilno	 razvojno	 okruženje.	 Softversko	
rešenje	 je	 razvijeno	 korišćenjem	 Visual	 Studio.Net	 razvojnog	 okruženja	 i	
programskog	jezika	C#,	dok	su	podaci	pohranjeni	u	MS	SQLServer	2014	‐	sistemu	
za	upravljanje	bazama	podataka.	Za	analitičke	servise	 i	operacije	korišćen	 je	SQL	
Server	 2014	 Analysis	 Services.	 Razvijeni	 sistem	 čini	 više	 komponenti	
implementiranih	 nad	 jedinstvenom	 bazom	 i	 rečnikom	 podataka	 kojim	 se	
kontrolišu	 domeni	 polja,	 klasifikacije	 i	 analitika.	 Sistem	 omogućava	 jednostavno	
rukovanje	podacima,	uz	različite	načine	za	prelistavanje,	pretraživanje	i	filtriranje	
podataka.	
Komponenta	 Kadrovska	 evidencija	 obuhvata	 više	 celina:	 podatke	 o	 radniku,	







kursevi	 i	 polaznici,	 prati	 realizacija	 plana	 obučavanja.	 Neke,	 uglavnom	 strane,	
dobro	 organizovane	 firme	 koriste	 sisteme	 za	 upravljanje	 kursevima,	 na	 primer	
Moodle,	koji	omogućavaju	sistematizovano	praćenje	aktivnosti	polaznika	i	trenera,	
uz	mogućnost	korišćenja	materijala	za	kurseve	u	elektronskom	obliku.	Sistemi	za	
upravljanje	 dokumentima	 (Document	 management	 system)	 ili	 Sistemi	 za	
upravljanje	 sadržajem	 (Content	management	 system)	 takođe	 pružaju	mogućnost	
upravljanjem	 materijalima	 za	 obuku	 (priručnicima,	 pravilnicima,	 uputstvima,	
primerima	dobre	prakse,…)	u	digitalnom	obliku.	
Na	slici	6.13.	prikazan	je	panel	gde	su	dati	osnovni	lični	podaci,	podaci	o	kontaktu	i	
ličnim	 dokumentima	 radnika.	 Da	 desnoj	 strani	 panela	 su	 podaci	 o	 prebivalištu,	
mestu	rada,	instituciji	i	organizacionoj	jedinici	i	radnom	mestu.	U	bazi	može	da	se	
opciono	evidentiraju	 i	članovi	porodice,	podaci	o	osiguranju,	rešenja	o	godišnjem	
odmoru.	 Za	 zaštitu	 na	 radu	 je	 naročito	 bitna	 evidencija	 o	 završenim	 stručnim	
obučavanjima	 radnika	 i	 stečenim	sertifikatima.	Radi	 identifikacije	 je	potrebno	da	
se	u	sistemu	nađe	pohranjena	i	slika	radnika,	a	ukoliko	postoje	neke	specifičnosti	
koje	nisu	predviđene	strukturom	baze,	one	se	beleže	u	formi	napomene.	
Razvijeno	 programsko	 rešenje	 omogućava	 vođenje	 evidencije	 povređivanja,	
odnosno	zaštite	na	nivou	cele	kompanije,	što	prikazuje	slika	6.14.,	gde	su	na	prvom	
nivou	hijerarhije	baseni	Kostolac	i	Kolubara,	na	drugom	direkcije	i	trećem	kopovi	i	
službe.	 Softversko	 rešenje	 je	 fleksibilno	 i	 može	 da	 prati	 promene	 organizacione	
strukture	 tokom	 vremena.	 Ovakav	 način	 strukturiranja	 omogućava	 različite	
analitike	podataka	o	povređivanju	za	različite	nivoe	rukovodstva	i	rukovođenja,	uz	











za	 zaštitu,	 radnu	 sredinu,	 zdravlje	 i	 sigurnost	 jer	 je	 to	 jedan	 od	 preduslova	 za	
preuzimanje	 najboljih	 kadrova	 i	 obezbeđivanje	 stabilnog	 poslovanja	 uz	
minimalizaciju	rizika.	Da	bi	se	to	ostvarilo,	nije	dovoljno	reagovati	kada	se	pojavi	
problem,	već	treba	analizirati	slaba	mesta	 i	smanjiti	rizik.	Preduslov	za	analizu	 je	
kreiranje	 sveobuhvatne	baze	podataka	 sa	 istorijom	povređivanja	 i	 uslova	koji	 su	
doveli	 do	 povrede,	 kako	 bi	 se	 u	 budućnosti	 preduzele	 preventivne	 mere.	
Kompanije	 često	 ne	 prepoznaju	 rizike	 sa	 kojima	 se	 odvija	 proizvodnja,	 što	 se	










angažovan	 radnik,	 a	 posao	 koji	 je	 radnik	 obavljao	 se	 bira	 iz	 kataloga	 i	 dodatno	
opisuje	narativno.		
Sistemom	 se	 evidentira	 radno	 iskustvo	 u	 trenutku	 povređivanja,	 i	 to:	 radni	 i	
ukupan	 staž,	 ranije	 povrede	 i	 prosečan	broj	 radnih	 sati.	 Vreme	kada	 se	 dogodila	
povreda	na	radu	se	definiše	datumom,	radnim	satom,	smenom,	unosi	se	doba	dana	




detaljan	 opis	 nastanka	 povrede	 i	 mere	 zaštite	 prikazani	 su	 na	 slici	 6.16.	
Elektronskim	upitnikom	se	beleži	da	li	je	radno	mesto	na	kom	je	radnik	povređen	






Izveštaj	 lekara	 se	 unosi	 u	 elektronski	 formular	 koji	 prikazuje	 slika	 6.17.,	 a	





Upravljanje	 zaštitom	 na	 radu	 se	 oslanja	 na	 poslovne	 standarde,	 pravila,	 propise,	
evaluacije	rada	i	politiku,	koji	se	koriste	u	lancu	rukovođenja	da	bi	se	osiguralo	da	
radnici	 ispunjavaju	 svoje	 radne	 zadatke	 na	 zadovoljavajući	 način	 (Grimaldi	 and	
Simonds,	 1984).	 Osnovni	 cilj	 upravljanja	 zaštitom	 na	 radu	 je	 da	 se	 iskoreni	
stradanje	radnika	 i	postigne	ekonomičnost	poslovanja	na	efikasan	način	(Dhillon,	
2003).				
Sistem	 poslovne	 inteligencije	 podržava	 donošenje	 odluka	 u	 procesu	 upravljanja	
zaštitom	na	radu	kombinovanjem	različitih	informacionih	tehnika,	kao	što	su	OLTP	
(On	 Line	Transactional	 Processing),	 OLAP	 (On	 Line	Analytical	 Processing),	WEB,	
SQL	Server	Reporting	Services,	 i	 slično.	Dakle,	 to	 je	 sistem	za	direktnu	analitičku	
obradu	 podataka	 implementiran	 korišćenjem	 Microsoft®	 SQL	 Server™	 2014	
Analysis	 Services,	 koji	 podržava	 višedimenzionalni	 pogled	 na	 poslovne	 podatke,	
koristeći	tehnologiju	višedimenzionalnih	ili	relacionih	baza	podataka.	Menadžeri	i	
95	
analitičari	 koji	 često	 zahtevaju	 više	 nivoe	 agregiranih	 pogleda	 na	 podatke	 o	
poslovanju	koriste	ovu	tehnologiju.		
U	sistemu	za	upravljanje	zaštitom	na	radu	potrebno	je	pratiti	više	atributa	koji	se	
odnose	 na	 povrede,	 koristiti	 višedimenzionalnu	 analizu	 i	 prikazivati	 rezultate	 u	
različitim	 oblicima.	 Podaci	 se	 prikazuju	 u	 obliku	 OLAP	 kocki	 koja	 sadrži	 mere	 i	
dimenzije.	U	poređenju	sa	 standardnim	prikazima	poslovnih	podataka,	dimenzije	
su	poslovni	parametri	prikazani	kao	redovi	i	kolone	u	tabelama	izveštaja.	




starost	 radnika	 i	 stručna	 sprema,	 vremenska	 dimenzija,	 organizaciona	 struktura	




 uc Analitika pov reda
Pov reda







Izv or pov rede
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Primeri	 OLAP	 kocki	 u	 sistemu	 poslovne	 inteligencije	 za	 upravljanje	 zaštitom	 na	
radu	prikazani	su	na	slici	6.19.,	 (Kolonja	Lj.,	2015).	Svaka	ćelija	kocke	sadrži	broj	
povreda.	U	prvoj	kocki	su	povrede	kategorizovane	prema	vrsti	povrede,	kvartalu	u	
kome	 su	 se	 dogodile	 i	 godini	 povređivanja.	 Za	 drugu	 kocku,	 kao	 mere	 su	 uzete	

















Sistem	 poslovne	 inteligencije	 zaštite	 na	 radu	 integriše	 standardne	 tehnike	 OLAP	
zasnovane	na	RudOnto,	gde	su	dimenzije	OLAP	kocki	koncepti	ontologije	RudOnto	
i	 hijerarhija	 pojmova	 se	 mapira	 tako	 da	 omogući	 kreiranje	 fleksibilnih	 OLAP	
modela	 sa	 višenivoiskom	 hijerarhijom.	 Softversko	 rešenje	 sadrži	 alate	 za	
kalkulacije,	 KPI	 (Key	 Performance	 Indicators,	 ključne	 indikatore	 poslovanja),	
akcije,	 particionisanje,	 agregacije,	 itd.	 Opcija	 prelistavanja	 (browse)	 služi	 za	
pregled	 podataka	 po	 različitim	 dimenzijama	 koje	 se	 koriste	 za	 preračunavanje	







Pristup	 kodiranju	 znanja	 u	 oblasti	 zaštite	 na	 radu	 ontologijom	 RudOnto	 je	
uglavnom	baziran	na	Taxonomy	for	Indexing	Web‐Based	Mining	Safety	and	Health	
Research	 (Glowacki,	 2008)	 razvijenoj	 na	 U.S.	 National	 Institute	 for	 Occupational	
Safety	 and	 Health’s	 (NIOSH),	 koja	 je	 vodeća	 svetska	 organizacija	 u	 ovoj	 oblasti.	
Početkom	juna	2014,	Office	of	Mine	Safety	and	Health	Research	(OMSHR)	u	okviru	




na	 disertaciji,	 širem	 krugu	 korisnika,	 kreirana	 je	 veb	 aplikacija	 dostupna	 za	
slobodan	 pristup	 pod	 licencom	 CC‐NC‐ND1	 na	 adresi	 http://rudonto.rgf.bg.ac.rs.	
Korisnici	 mogu	 da	 pretražuju	 korišćenjem	 ključnih	 reči	 ili	 da	 prelistavaju	
hijerarhiju	koncepata	u	vidu	stabla	koristeći	bilo	srpski	ili	engleski	jezik.		
Karakteristični	paneli	na	srpskim	jeziku	(gore)	i	engleskom	(dole)	prikazani	su	na	
slici	 6.21.	 Izgled	 panela	 u	 oba	 slučaja	 prikazuje	 isti	 koncept	 i	 podaci	 su	
organizovani	 na	 isti	 način:	 na	 desnoj	 strani	 panela	 je	 prikazano	 stablo	 sa	
hijerarhijom	 koncepata,	 dok	 su	 na	 levoj	 strani	 prikazani	 detaljni	 podaci	 o	
selektovanom	 konceptu.	 U	 konkretnom	 slučaju	 je	 deo	 rotornog	 bagera	 i	












„konstrukcija	 rotornog	bagera“,	 odnosno	 „BWE	construction“,	 za	 čim	 sledi	 stablo	
nadređenih,	 odnosno	 opštijih	 koncepata,	 ilustracija,	 definicija	 sinonimi	 i	
bibliografska	referenca	na	izvor	iz	koga	je	preuzeta	definicija.	Semantička	relacija	
“ima	 parametar”	 povezuje	 tip	 opreme	 sa	 njihovim	 delovima	 i	 odgovarajućim	
parametrima.	Korisnik	može	da	menja	 jezik	 izborom	kartice	 "Rečnik	 (Srpski)"	 ili	
"Rečnik	(Engleski)"	na	desnoj	strani	panela.	
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Pretraga	korišćenjem	ključnih	 reči	 je	 takođe	moguća,	pri	 čemu	korisnik	može	da	





Nakon	 izbora	 jednog	 od	 ponuđenih	 koncepata,	 prikazuju	 se	 detaljni	 podaci	 o	





Osim	 podataka	 o	 zaštiti,	 RudOnto	 sadrži	 koncepte	 iz	 drugih	 oblasti	 rudarstva	 i	
otvorena	je	za	proširenje	skupa	koncepata	i	unos	definicija	za	koncepte	koji	nisu	u	
potpunosti	 opisani.	 Prevođenje	 svih	 koncepata	 na	 engleski	 jezik	 je	 kompletan	
posao,	 koji	 tek	 predstoji,	 a	 u	 okviru	 ove	 disertacije	 je	 prevođenje	 i	 puni	 opis	





Kvalitet	 softvera	 generalno,	 pa	 i	 sistema	 poslovne	 inteligencije	 je	
višedimenzionalni	koncept	koji	se	ne	može	jednostavno	definisati.	Za	ostvarivanje	
potrebnog	 kvaliteta	 sistema	 poslovne	 inteligencije	 od	 velikog	 je	 značaja	
određivanje	 modela	 kvaliteta	 softvera	 i	 definisanje	 tipa	 dokumentacije	 sistema	
kvaliteta	(M.	Stefanović,	2006).		
Pouzdanost	 je	 sposobnost	 sistema	 da	 izvrši	 zahtevane	 funkcije	 pod	 definisanim	
uslovima	 u	 određenom	 vremenskom	 periodu.	 Validacija	 predstavlja	 proces	
evaluacije	 sistema	 ili	 komponente	 za	 vreme	 ili	 na	 kraju	procesa	 razvoja	 da	 bi	 se	
utvrdilo	 da	 li	 zadovoljava	 korisničke	 zahteve.	 Verifikacija	 je	 proces	 evaluacije	
sistema	ili	komponente	kako	bi	se	utvrdilo	da	 li	proizvod	korektno	 implementira	
određenu	 funkciju.	 Dakle,	 verifikacijom	 se	 utvrđuje	 da	 li	 proizvod	 zadovoljava	





i	 verifikacija,	 čiji	 je	 zadatak	 provera	 planiranih	 funkcionalnosti	 sistema	poslovne	
inteligencije	za	upravljanje	zaštitom	na	radu	u	rudarskoj	industriji.	U	fazi	testiranja	
softvera	su	analizirani	elementi	sistema	poslovne	inteligencije	kako	bi	se	ne	samo	
utvrdila	 razlika	 između	 razvijenog	 sistema	 i	 inicijalnih	 zahteva,	 već	 i	 ustanovile	
karakteristike	softvera.	
Unutar	 procesa	 validacije	 i	 verifikacije	 primenjuju	 se	 tehnike	 provere	 i	 analize:	
kontrola	 softvera	 i	 testiranje	 sistema.	 Kontrola	 softvera	 se	 odnosi	 na	 analizu	
statičkog	prikaza	(statička	verifikacija)	i	uključuje	analizu	i	proveru	predstavljenog	
softvera	 kroz	 specifikaciju	 zahteva,	 dijagrame	 modela,	 izvorni	 kod	 programa	 i	












 Efikasnost	 –	 količina	 računarskih	 resursa	 i	 koda	 potrebnog	 da	 program	
izvrši	svoje	funkcije,	
 Integritet	 –	 stepen	 do	 kog	 pristup	 softveru	 i	 podacima	 neautorizovane	
osobe	može	biti	kontrolisan,	

















(model	 ili	 softver)	 može	 koristiti	 kako	 bi	 se	 efikasno	 postigli	 zadati	 ciljevi	 u	
specifičnom	kontekstu	upotrebe.	
Prilikom	kreiranja	metode	evaluacije	prvo	se	definiše	 šta	 treba	ocenjivati,	potom	
na	 koji	 način	 treba	 izabrana	 svojstva	 ocenjivati	 i	 kako	 predstaviti	 konačne	
rezultate	 ocenjivanja.	 Polazeći	 od	 prirode	 poslovnog	 modela	 i	 softvera,	 izbor	
svojstava	koja	se	evaluiraju	određuju	eksperti	angažovani	na	evaluaciji,	 težeći	da	
do	 spiska	 relevantnih	 osobina	 dođu	 iterativno	 do	 postizanja	 konsenzusa,	 a	 ne	
preglasavanjem.	Za	izabrana	svojstva	se	procenjuje	u	kojoj	meri	ispitivana	metoda	
ili	 softver	 zadovoljava	 zahteve	 ispitivanog	 svojstva.	 Iako	 izabrana	 svojstva,	 po	
pravilu,	 imaju	 različitu	 prirodu,	 u	 evaluaciji	 razvijenog	 modela	 u	 praksi	 se	
primenjuje	 jedan	 opšti	 kriterijum	 za	 merenje	 različitih	 metrika.	 Jedan	 od	 često	
korišćenih	 načina	 predlaže	 Guntamukkala	 sa	 saradnicima,	 gde	 se	 ocene	 zadaju	
skalom	 od	 1‐5,	 pri	 čemu	 je	 1	 najnepovoljnije	 i	 5	 najpovoljnije.	 Ovakav	 način	
omogućava	 jednostavnu	 agregaciju	 rezultata	 više	 ispitanika	 računanjem	 srednjih	
ocena	(Guntamukkala	et	al.,	2006).	
6.8.2. Izveštaj	provere	kvaliteta	
U	 evaluaciji	 sistema	 poslovne	 inteligencije	 za	 upravljanje	 zaštitom	 na	 radu	 u	
rudarskoj	 industriji	 je	 učestvovalo	 15	 eksperata	 iz	 više	 oblasti:	 5	 iz	 oblasti	
rudarstva,	5	 iz	oblasti	zaštite	 i	5	 iz	oblasti	 informacionih	tehnologija,	pri	čemu	su	
eksperti	 bili	 različitog	 iskustva	 10‐20	 godina,	 prosečno	 15.2,	 pri	 čemu	 se	 vodilo	
računa	i	o	rodnoj	ravnopravnosti	tako	da	je	8	bilo	muških	i	6	ženskih	eksperata.	









Kreiran	 je	 upitnik	 koji	 je	 sadržao	 37	 pitanja	 organizovanih	 u	 6	 grupa:	 Analitički	
servisi	 (8),	 Domenske	 funkcionalnosti	 (6),	 Funkcionalnost	 (7),	 Korišćenje	
ontologije	 RudOnto	 (7),	 Performanse	 (4)	 i	 Upotrebljivost	 (5).	 Na	 slici	 6.23.	 je	
prikazan	primer	upitnika	sa	pitanjima.		
Osim	 pitanja,	 formular	 je	 sadržao	 polje	 za	 slobodan	 narativni	 opis	 u	 kom	 su	 od	
evaluatora	tražene	„Sugestije	za	dalji	razvoj“.	Neki	od	komentara	su:	










Usaglašenost	sa	zakonskim	aktima 1 2 3	 4	 5
Ocena	mogućnosti	analize 1 2 3	 4	 5
Fleksibilnost	uvođenja	novih	kriterijuma 1 2 3	 4	 5
Fleksibilnost	uvođenja	novih	mera 1 2 3	 4	 5
Robusnost	analize 1 2 3	 4	 5
Filtriranje	po	različitim	kriterijuma 1 2 3	 4	 5
Vizuelna	intuitivnost	prikaza	analiza 1 2 3	 4	 5
Ocena	primenljivosti	rezultata	analize 1 2 3	 4	 5
Domenske	
funkcionalnosti	
Relevantnost	sadržaja 1 2 3	 4	 5
Informacije	o	radnicima 1 2 3	 4	 5
Informacije	o	povredama 1 2 3	 4	 5
Opisi	klasifikacija 1 2 3	 4	 5
Izvoz	podataka	ka	MUP‐u,	Zdravstvenoj	
ustanovi		
1 2 3	 4	 5
Izvoz	podataka	ka	Rudarskoj	inspekciji	i	
Ministarstvu	rudarstva	





1 2 3	 4	 5
U	kom	stepenu	je	predviđena	
funkcionalnost	RudOnta	obezbeđena?	




1 2 3	 4	 5
Da	li	postoje	uputstva	i	preporuke	za	
unos	podataka?	
1 2 3	 4	 5
Da	li	postoje	uputstva	i	preporuke	za	
kontrolu	kvaliteta	podataka?	
1 2 3	 4	 5
Da	li	postoji	jasno	definisan	skup	
obaveznih	podataka?	
1 2 3	 4	 5
Da	li	postoje	zainteresovani	korisnici	za	
razvijeno	rešenje?	
1 2 3	 4	 5
Upotrebljivost	
Globalna	razumljivost 1 2 3	 4	 5
Korisničko	uputstvo 1 2 3	 4	 5
Doslednost	prezentacije	i	konzistentnost	
položaja	glavnih	kontrola	
1 2 3	 4	 5
Jednostavnost	obuke	za	rad	novog	
korisnika	
1 2 3	 4	 5
Jednostavnost	upotrebe	(trud	korisnika	
koji	je	potreban	za	upotrebu	softvera)	
1 2 3	 4	 5
Funkcionalnost	
Pretraga	i	pronalaženje 1 2 3	 4	 5
Mehanizmi	prihvatanja	informacija 1 2 3	 4	 5
Lakoća	rukovanja 1 2 3	 4	 5
Kontrola	interfejsa	za	rukovanje 1 2 3	 4	 5
Mogućnost	višekorisničkog	interfejsa 1 2 3	 4	 5
Brzina	dobijanja	generisanih	podataka	
(menadžment)	
1 2 3	 4	 5




1 2 3	 4	 5
Pouzdanost	 1 2 3	 4	 5




1 2 3	 4	 5
Sugestije	za	dalji	razvoj	 	 	 	
Slika	6.23.	Upitnik	za	proveru	kvaliteta	
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Nakon	završenih	anketa	urađena	 je	 statistička	obrada	rezultata	 i	na	slici	6.24.	 su	













Ključne	 prednosti	 korišćenja	 ontologija	 u	 radu	 su:	 interoperabilnost	 sa	 ostalim	
komponentama	 Sistema	 i	 drugim	 informacionim	 sistemima,	 podrška	 uspešnijem	
prelistavanju	 i	 pretraživanju	 resursa,	 ponovno	 korišćenje	 i	 strukturiranje.	
Navedeni	 značaj	 i	 dobiti	 su	 iskazani	 kroz	 primere	 koji	 ilustruju	 kako	 razvijeno	
rešenje	realizuje	svaki	od	njih.	
7.1. Interoperabilnost	
Potreba	 za	 razmenom	 podataka	 svih	 kompanija,	 pa	 i	 rudarskih,	 je	 sve	 veća,	 i	
obuhvata	razmenu	ne	samo	sa	institucijama	u	zemlji,	već	i	u	inostranstvu.	Da	bi	se	
postigla	 interoperabilnost,	 potrebno	 je	 obezbediti	 informatičku	 podršku	 u	
internim	 i	 eksternim	 poslovnim	 procesima	 (Albani	 and	 Dietz,	 2006).	 Koncept	
razvoja	jedinstvene	ontologije	i	višenamenske	baze	znanja	su	ključni	za	upravljanje	





Intelektualni	 kapital,	 znanje,	 informacije	 i	 iskustva	 predstavljaju	 neograničeni	 i	
strategijski	 resurs,	 i	 u	 organizaciji	 različiti	 profili	 korisnika	 imaju	 potrebu	 za	
njihovim	korišćenjem.	Tako,	na	primer,	znanje,	tehnički,	tehnološki	i	organizacioni	
podaci	o	opremi	su	mehaničarima	potrebni	za	njihovo	održavanje,	magacionerima	
za	 rezervne	 delove,	 komercijali	 za	 nabavku,	 rudarima	 za	 planiranje	 proizvodnje,	
specijalistima	 zaštite	 za	 analizu	 povreda,	 izvora	 buke,	 i	 planiranje	 mera	 zaštite.	
Interoperabilnost	 u	 okviru	 organizacije	 je	 potrebna	 da	 bi	 se	 zadovoljile	 potrebe	
različitih	 profila	 korisnika,	 često	 različitih	 informacionih	 sistema.	 RudOnto	
obezbeđuje	 ovu	 vrstu	 interoperabilnosti	 nudeći	 ontologije	 kojima	 se	 podržava	
upravljanje	 kvalitetom	 i	 planiranje,	 upravljanje	 rudarskom	 opremom,	 zaštita	 i	





RudOnto	 uklanja	 jezičke	 prepreke	 i	 nudi	 interoperabilnost	 između	 Sistema	




Osim	 povećanja	 dostupnosti,	 pronalaženja	 informacija	 i	 približavanja	 znanja,	
značajan	doprinos	ontologije	RudOnto	sistemu	zaštite	je	mogućnost	kontrolisanog	
održavanja	 podataka	 ažurnim.	 Unos	 podataka	 je	 u	 celom	 sistemu	 kontrolisan	
padajućim	 listama	 i	 izborima	 iz	 drveta	 za	 domene	 koji	 imaju	 hijerarhijsku	
strukturu.	 Kontrolisani	 unos	 smanjuje	 mogućnost	 grešaka	 pri	 unosu,	 a	 potom	
obezbeđuje	 efikasnu	 višejezičnu	 pretragu	 baze,	 različite	 klasifikacije	 i	 multi	
klasifikacije.	











Domeni	 se	 generišu	 dinamički,	 korišćenjem	 domenskih	 meta	 podataka	 koje	
održava	sistemsko‐administrativni	deo	aplikacije.	Interfejs	za	kontrolu	domena	je	
ugrađen	 u	 aplikaciju	 i	 koriste	 ga	 korisnici	 sa	 administrativnim	 privilegijama,	 pri	
čemu	 mogu	 da	 kreiraju	 nove	 domene,	 interaktivno	 modifikuju	 postojeće	 i	
proveravaju	njihov	sadržaj	(slika	7.3.).	
Definisanjem	čvora	u	domenu	 se	određuju	povezani	 termini	 i	 eventualno	njihovi	
podređeni	koncepti	koje	treba	uključiti.	Postoje	četiri	opcije:samo	izabrani	čvor,	svi	





primer,	 povreda	 vezana	 za	 “povratni	 bubanj	 rotornog	 bagera”	 evidentirana	 je	 u	
registru	povreda,	može	 se	klasifikovati	 kao	povreda	vezana	 za	 “povratni	bubanj”	
ali	može	 i	 opštije,	 kao	povreda	 vezana	 za	 “rotorni	 bager”	 ili	 još	 opštije	 “otkopna	






Model	 poslovne	 inteligencije	 za	 zaštitu	 na	 radu	 u	 rudniku	 integriše	 standardne	
OLAP	tehnologije	koje	se	koriste	za	organizaciju	velikih	poslovnih	baza	podataka	i	
za	 podršku	 poslovnoj	 inteligenciji	 i	 RudOnto	 ontologiju.	 OLAP	 baze	 podataka	
sistema	za	upravljanje	zaštitom	na	radu	u	rudarskoj	industriji	je	podeljene	na	više	
kocki,	a	administrator	kocke	organizuje	i	dizajnira	svaku	kocku	kako	bi	odgovarala	









Kao	 što	 se	 može	 videti	 isti	 skup	 povreda	 je	 u	 zadatom	 vremenskom	 periodu	
analiziran	po	precizno	zabeleženom	povređenom	delu	tela	(gležanj,	koleno,	lice,…),	
uz	informaciju	da	li	je	u	pitanju	leva	ili	desna	strana,	a	ako	nema	podatak	o	strani	
onda	 je	 korišćena	 „‐“.	 Rezultat	 analize	 prikazan	 je	 u	 vidu	 hijerarhijske	 tabele	
detaljno,	 sa	 sumiranjima	 na	 različitim	 nivoima,	 a	 grafičko	 predstavljanje	 je	
ilustrovano	 stubičastim,	 kumulativnim	 dijagramom.	 Isti	 skup	 rezultata	 se	 može	
prikazati	 agregiran	 na	 sledećem	nivou:	 trup,	 glava,	 noge,	 ruke,	 pri	 čemu	 grafički	














Razvijeni	 model	 poslovne	 inteligencije	 može	 da	 pruži	 važne	 informacije	
menadžmentu	 zaštite	 koje	 se	 odnose	 na	 najčešće	 uzroke	 povreda	 (slika	 7.7.),	 ili	




















sistem	 poslovne	 inteligencije	 kojim	 se	 postiže	 sigurnost,	 stabilnost	 i	
kompetitivnost	poslovanja	(Cheng	et	al.,	2009).	
Pretraga	 zasnovana	 na	 ključnim	 rečima	 iz	 RudOnto	 je	 integrisana	 u	 sisteme	
pretrage	 gde	 se	 ontologija	 koristi	 za	 semantičku	 i	 višejezičnu	 ekspanziju	 upita	
(Stanković,	 2008)	 (Obradović	 and	 Stanković,	 2008).	 Na	 primer,	 kada	 korisnik	
postavlja	 upit	 kojim	 pretražuje	 tekstualnu	 kolekciju,	 bilo	 da	 je	 na	 Internetu,	
lokalnoj	bazi	 ili	 sistemu	za	upravljanje	dokumentima,	 i	ne	dobije	zadovoljavajuće	
rezultate,	može	da	 iskoristi	ontologiju	da	proširi	upit	 terminima	koji	 su	sinonimi	
polaznoj	 ključnoj	 reči	 i/ili	 uključuju	 podređene	 i	 nadređene,	 odnosno	 uže	 i	 šire	
pojmove.	Na	primer,	pretražujući	 tekstove	u	bazi	 znanja	vezane	 za	 rotorni	bager	
kao	 ključnu	 reč,	 pretragu	 može	 proširiti	 i	 rečju	 „glodar“	 što	 je	 sinonim	 koji	 se	
kolokvijalno	 koristi,	 a	 proširenjem	 na	 engleski	 sa	 „bucket	 weel“	 ili	 „BWE“	može	
istovremeno	pretražiti	 i	dokumentaciju	na	engleskom	jeziku.	Slika	7.10.	prikazuje	
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primer	 proširenja	 upita	 „sigurnost	 na	 radu“	 korišćenjem	 ontologije	 RudOnto	
engleskim	 terminima	 „safety	 at	work“	 and	 „safety	 and	health	 at	work“	 i	 srpskim	





prvoj	 koloni	 navode	 podaci	 o	 radu	 iz	 koje	 je	 isečak	 teksta,	 u	 drugoj	 isečak	 na	
engleskom	 i	 u	 trećoj	 na	 srpskom.	 Termini	 koje	 je	 sistem	 sravnio	 sa	 upitom	 su	
istaknuti	 plavom	 bojom,	 a	 može	 se	 videti	 da	 sistem	 obezbeđuje	 i	 podršku	 za	
gramatičke	oblike	reči	srpskog	jezika	jer	je	prepoznato	„sigurnosti	na	radu“	koje	se	
ne	 nalazi	 u	 tom	 obliku	 u	 tekstu.	 Klasični	 sistemi	 za	 pronalaženje	 informacija	








reč,	 proširenjem	 podređenim	 konceptima,	 rezultat	 pretrage	 će	 uključiti	 i	
dokumenta	koja	sadrže	i	„glava“,	„noga“,	„ruka“	i	ostale	delove	koji	su	navedeni	u	
ontologiji.	 Imajući	 u	 vidu	 bogatu	 morfologiju	 srpskog	 jezika,	 primenjuje	 se	 i	
morfološko	 proširenje	 oblicima,	 „nogu“,	 „nozi“,	 „ruku“,	 „ruke“…	 (Krstev	 et	 al.,	








podršku	 za	 lokalizaciju,	 za	 prevođenje,	 ekstrakciju	 informacija,	 obučavanje,	
pretragu	 na	 vebu	 i	 slično.	 Primeri	 poddomena	 ontologije	 koji	 se	 mogu	 najviše	
koristiti,	 odnosno	 koristiti	 za	 rešavanje	 širokog	 spektra	 zadataka	 su:	 zanimanja,	





kao	 što	 OWL	 (Web	 Ontology	 Language,	 (OWL,	 2013)	 jezik	 za	 veb	 ontologije,	
Moodle	 platformu	 za	 učenje	 (Moodle),	 TBX	 ‐	 TermBase	 eXchange	 system	 (TBX,	
2011),	 RDF	 ‐	 Resource	 Description	 Framework	 (RDF,	 2014)	 ili	 LMF	 ‐	 Lexical	
Markup	Framework	(LMF,	2008).	
Slika	 7.12.	 ilustruje	 eksport	 podskupa	 koncepata	 korišćenjem	 panela	 u	 vidu	
čarobnjaka	 koji	 olakšava	 transformaciju.	 Ilustrovan	 je	 i	 deo	 OWL	 koda	 kroz	
segment	 na	 dnu	 slike.	 Najčešće	 korišćen	 alat	 za	 editovanje	 i	 rukovanje	









mogućnosti	 da	 blagovremeno	 i	 tačno	 ukaže	 na	 nedostatke,	 koji	mogu	 u	 bližoj	 ili	
daljoj	 budućnosti	 da	 budu	 uzrok	 narušavanja	 bezbednosti	 radnika,	 ali	 i	 uzrok	
oštećenja	 materijalnih	 dobara	 rudnika.	 Nemogućnost	 donošenja	 pravovremenih	
odluka,	 jedne	 od	 karika	 u	 lancu	 upravljanja,	 danas	 je	moguće	 izbeći	 uvođenjem	
softverski	podržanih	sistema	za	praćenje	i	analizu	bezbednosti	i	zaštite	na	radu.	
Osnovni	cilj	ove	doktorske	disertacije	 je	definisanje	metodologije	 i	razvoj	modela	
sistema	 upravljanja	 zaštitom	 na	 radu,	 koji	 će	 omogućiti	 savremen,	 adekvatan	 i	
sveobuhvatan	način	praćenja	i	analize	faktora	koji	utiču	na	bezbednost	i	zaštitu	na	
radu.	Definisanjem	metodologije	i	razvojem	modela	sistema	poslovne	inteligencije	






Sistem	poslovne	 inteligencije	 za	 upravljanje	 zaštitom	na	 radu	u	 rudarstvu,	 čiji	 je	
razvoj	prikazan	u	ovoj	doktorskoj	disertaciji,	svoje	mesto	nalazi	u	okviru	treće	faze	
Demingovog	 ciklusa	 –	 Provera	 i	 korektivne	mere.	 Evidencija	 i	 analiza	 indikatora	
stanja	 zaštite	 na	 radu,	 kao	 što	 su	 nezgode,	 povrede	 na	 radu	 i	 profesionalna	
oboljenja,	 treba	 da	 omoguće,	 primenom	 savremenih	 informacionih	 tehnologija,	
kompleksnu	 i	 sveobuhvatnu	 analizu	 prikupljenih	 podataka	 i	 ocenu	 uspešnosti	
primenjenih	mera	zaštite	kao	i	unapređenje	procesa	donošenja	odluka	vezanih	za	
poboljšanje	 primenjenih	 i	 izbor	 novih	mera	 pri	 upravljanju	 procesima	 zaštite	 na	
radu	u	rudnicima.	
Razvoj	 sistema	 za	 praćenje	 i	 analizu	 stanja	 zaštite	 na	 radu	 zasnovan	 je	 na	
iterativno‐inkrementalnom	principu	 vođenom	 slučajevima	upotrebe.	 Prva	 faza	 je	
obuhvatila	specifikaciju	korisničkih	zahteva,	odnosno	funkcionalnosti	sistema	koji	
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se	 razvija,	 i	 poslovnog	modela	koji	 specificira	arhitekturu	 informacionog	 sistema	
kroz	 konceptualni	 model.	 Dalje	 modeliranje	 je	 obuhvatilo:	 konceptualno	
modeliranje	 podataka	 koje	 daje	 celokupan	 pogled	 na	 sistem,	 strukturno	 koje	
formalizuje	organizaciju	poslovnog	sistema,	procesno	sa	specifikacijom	poslovnih	
aktivnosti	 u	 sistemu	 i	 modeliranje	 ponašanja	 i	 interakcije	 između	 resursa.	
Implementacija	 sistema	 je	 prikazana	 karakterističnim	 komponentama	 sistema	




Istraživanja	 čiji	 su	 rezultati	 prikazani	 u	 ovoj	 disertaciji	 ukazala	 su	 na	 važnost	
pravilne	 i	 dosledne	 upotrebe	 terminologije	 u	 informacionim	 sistemima	 u	
inženjerskim	 disciplinama	 u	 celini.	 Izgradnja	 terminoloških	 resursa	 za	 određene	
inženjerske	 discipline	 je	 izuzetno	 važno,	 jer	 ti	 resursi	 omogućavaju	
interoperabilnost	 između	 različitih	 IT	 aplikacija	 unutar	 određenih	 domena.	
Kreiranje	terminoloških	resursa	u	obliku	rečnika	i	ontologija	je	složen	zadatak	koji	
zahteva	 stručnost	 podjednako	 IT	 i	 stručnjaka	 iz	 oblasti	 rudarstva.	 Primenom	
ontologije	 RudOnto	 pokazano	 je	 da	 je	 razvoj	 terminoloških	 resursa	 u	 raznim	
inženjerskim	 disciplinama	 moguć	 i	 da	 takav	 resurs	 može	 značajno	 poboljšati	
ukupnu	podršku	koju	IT	nudi.	
U	 disertaciji	 su	 posebno	 istaknute	 ključne	 prednosti	 korišćenja	 ontologija	 kao	
tehnike	za	predstavljanje	znanja	 i	upravljanje	kodiranim	znanjem.	Značaj	 i	dobiti	
ovakvog	pristupa	 su	prikazani	kroz	primere	koji	 ilustruju	kako	 razvijeno	 rešenje	
realizuje	 svako	 od	 njih.	 Ključne	 prednosti	 korišćenja	 ontologija	 u	 radu	 su:	
interoperabilnost	 sa	 ostalim	 komponentama	 Sistema	 i	 drugim	 informacionim	
sistemima,	 podrška	 uspešnijem	 prelistavanju	 i	 pretraživanju	 resursa,	 ponovno	
korišćenje	i	strukturiranje.	
Koncept	 razvoja	 jedinstvene	 ontologije	 i	 višenamenske	baze	 znanja	 su	 ključni	 za	
upravljanje	 znanjem	 i	 razvoj	 poslovne	 inteligencije	 u	 poslovnom	 okruženju,	
kompaniji	 ili	 korporaciji.	 Elektroprivreda	 Srbije	 je	 primer	 složenog	 poslovnog	
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okruženja,	 koje	 se	 organizuje	 kao	 korporacija	 i	 u	 sebi	 objedinjuje	 rudarske	
aktivnosti	na	više	kopova,	 i	 postoji	 potreba	 za	 sinhronizacijom	 i	harmonizacijom	
brojnih	sistema	klasifikacije	i	šifriranja	poslovnih	objekata.	
Osim	 povećanja	 dostupnosti,	 pronalaženja	 informacija	 i	 približavanja	 znanja,	
značajan	doprinos	ontologije	RudOnto	sistemu	zaštite	je	mogućnost	kontrolisanog	
održavanja	podataka	ažurnim.	
Model	 poslovne	 inteligencije	 za	 zaštitu	 na	 radu	 u	 rudniku	 integriše	 standardne	
OLAP	 (online	 analytical	 processing)	 tehnologije	 koje	 se	 koriste	 za	 organizaciju	
velikih	 poslovnih	 baza	 podataka	 i	 za	 podršku	 poslovnoj	 inteligenciji	 i	 RudOnto	
ontologiju.	 OLAP	 baze	 podataka	 sistema	 za	 upravljanje	 zaštitom	 na	 radu	 u	
rudarskoj	 industriji	 je	 podeljen	na	 više	 kocki,	 a	 administrator	 kocke	organizuje	 i	
dizajnira	svaku	kocku	kako	bi	odgovarala	načinu	na	koji	se	preuzimaju	i	analiziraju	
podaci,	 čime	 se	 olakšava	 kreiranje	 i	 korišćenje	 izveštaja	 izvedenih	 tabela	 i	
grafikona.	
Mogućnost	 praktične	 primene	 razvijenog	 sistema	 poslovne	 inteligencije	 za	
upravljanje	 zaštitom	 na	 radu	 u	 rudnicima	 ilustrovan	 je	 na	 podacima	 evidencije	
podataka	 iz	 oblasti	 bezbednosti	 i	 zdravlja	 na	 radu	 službi	 zaštite	 na	 površinskim	
kopovima	Elektroprivrede	Srbije.	
U	rudarskoj	praksi	na	površinskim	kopovima	u	Elektroprivredi	Srbije	evidencije	iz	
oblasti	 bezbednosti	 i	 zaštite	 na	 radu	 se	 vode	 ručno,	 negde	 u	 papirnom	 obliku,	
negde	u	elektronskoj	formi	(MS	Word),	sa	pomoćnim	analizama	sporadično	u	MS	
Excel‐u.	 Primena	 sistema	 čiji	 je	 razvoj	 prikazan	 u	 ovoj	 disertaciji	 značajno	 bi	
unapredila	 poslove	 upravljanja	 zaštitom	 na	 radu	 i	 omogućila	 pravovremeno	 i	
efikasno	 planiranje	 i	 sprovođenje	 potrebnih	 mera	 zaštite	 čime	 bi	 se	 obezbedilo	
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i	 zaštite	 na	 radu	 u	 rudnicima	 (PROTECTOR)	 i	 Sistem	 za	 upravljanje	 kvalitetom	
uglja	(SUKU).		
Ljiljana	 Kolonja	 u	 svojstvu	 istraživača	 učestvuje	 od	 2011.	 godine	 u	 realizaciji	












Потписани-a   Љиљана Колоња 
број индекса   Р 704/09 
 
Изјављујем 
да је докторска дисертација под насловом  
СИСТЕМ ПОСЛОВНЕ ИНТЕЛИГЕНЦИЈЕ ЗА УПРАВЉАЊЕ ЗАШТИТОМ НА РАДУ 
У РУДАРСКОЈ ИНДУСТРИЈИ  
 резултат сопственог истраживачког рада, 
 да предложена дисертација у целини ни у деловима није била предложена 
за добијање било које дипломе према студијским програмима других 
високошколских установа, 
 да су резултати коректно наведени и  
 да нисам кршио/ла ауторска права и користио интелектуалну својину 
других лица.  
 
                                                                        Потпис докторанда 
У Београду, 06.06.2016. године 











Изјава o истоветности штампане и електронске 
верзије докторског рада 
 
 
Име и презиме аутора  Љиљана Колоња  
Број индекса Р 704/09  
Студијски програм  Рударско инжењерство  
Наслов рада СИСТЕМ ПОСЛОВНЕ ИНТЕЛИГЕНЦИЈЕ ЗА УПРАВЉАЊЕ  
            ЗАШТИТОМ НА РАДУ У РУДАРСКОЈ ИНДУСТРИЈИ 




Изјављујем да је штампана верзија мог докторског рада истоветна електронској 
верзији коју сам предао/ла за објављивање на порталу Дигиталног 
репозиторијума Универзитета у Београду.  
Дозвољавам да се објаве моји лични подаци везани за добијање академског 
звања доктора наука, као што су име и презиме, година и место рођења и датум 
одбране рада.  
Ови лични подаци могу се објавити на мрежним страницама дигиталне 
библиотеке, у електронском каталогу и у публикацијама Универзитета у Београду. 
 
            Потпис докторанда  
У Београду, 06.06.2016. године 






Изјава о коришћењу 
 
Овлашћујем Универзитетску библиотеку „Светозар Марковић“ да у Дигитални 
репозиторијум Универзитета у Београду унесе моју докторску дисертацију под 
насловом: 
СИСТЕМ ПОСЛОВНЕ ИНТЕЛИГЕНЦИЈЕ ЗА УПРАВЉАЊЕ ЗАШТИТОМ НА РАДУ 
У РУДАРСКОЈ ИНДУСТРИЈИ 
која је моје ауторско дело.  
Дисертацију са свим прилозима предао/ла сам у електронском формату погодном 
за трајно архивирање.  
Моју докторску дисертацију похрањену у Дигитални репозиторијум Универзитета 
у Београду могу да користе  сви који поштују одредбе садржане у одабраном типу 
лиценце Креативне заједнице (Creative Commons) за коју сам се одлучио/ла. 
1. Ауторство 
2. Ауторство - некомерцијално 
3. Ауторство – некомерцијално – без прераде 
4. Ауторство – некомерцијално – делити под истим условима 
5. Ауторство –  без прераде 
6. Ауторство –  делити под истим условима 
(Молимо да заокружите само једну од шест понуђених лиценци, кратак опис 
лиценци дат је на полеђини листа). 
 
                                                                                                        Потпис докторанда 
У Београду, 06.06.2016. године 





1. Ауторство - Дозвољавате умножавање, дистрибуцију и јавно саопштавање 
дела, и прераде, ако се наведе име аутора на начин одређен од стране аутора 
или даваоца лиценце, чак и у комерцијалне сврхе. Ово је најслободнија од свих 
лиценци. 
2. Ауторство – некомерцијално. Дозвољавате умножавање, дистрибуцију и јавно 
саопштавање дела, и прераде, ако се наведе име аутора на начин одређен од 
стране аутора или даваоца лиценце. Ова лиценца не дозвољава комерцијалну 
употребу дела. 
3. Ауторство - некомерцијално – без прераде. Дозвољавате умножавање, 
дистрибуцију и јавно саопштавање дела, без промена, преобликовања или 
употребе дела у свом делу, ако се наведе име аутора на начин одређен од 
стране аутора или даваоца лиценце. Ова лиценца не дозвољава комерцијалну 
употребу дела. У односу на све остале лиценце, овом лиценцом се ограничава 
највећи обим права коришћења дела.  
 4. Ауторство - некомерцијално – делити под истим условима. Дозвољавате 
умножавање, дистрибуцију и јавно саопштавање дела, и прераде, ако се наведе 
име аутора на начин одређен од стране аутора или даваоца лиценце и ако се 
прерада дистрибуира под истом или сличном лиценцом. Ова лиценца не 
дозвољава комерцијалну употребу дела и прерада. 
5. Ауторство – без прераде. Дозвољавате умножавање, дистрибуцију и јавно 
саопштавање дела, без промена, преобликовања или употребе дела у свом делу, 
ако се наведе име аутора на начин одређен од стране аутора или даваоца 
лиценце. Ова лиценца дозвољава комерцијалну употребу дела. 
6. Ауторство - делити под истим условима. Дозвољавате умножавање, 
дистрибуцију и јавно саопштавање дела, и прераде, ако се наведе име аутора на 
начин одређен од стране аутора или даваоца лиценце и ако се прерада 
дистрибуира под истом или сличном лиценцом. Ова лиценца дозвољава 
комерцијалну употребу дела и прерада. Слична је софтверским лиценцама, 
односно лиценцама отвореног кода. 
 
 
 
 
 
 
