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DESCRIPCIÓN: El presente artículo permite hacer un balance histórico sobre el 
origen de la Ley de Protección de Datos Personales o Habeas Data  -Ley 1581 de 
2012-  en Colombia, especialmente, frente a la garantía del Derecho al Olvido. 
Para esto, se estudian los elementos conceptuales entorno a los titulares del 
derecho, agentes de protección, tratamiento de datos, así como los tipos de datos 
protegidos. En este mismo sentido, se analizara el derecho a la eliminación,  sus 
antecedentes jurisprudenciales y la regulación atinente  en nuestro sistema. 
 
METODOLOGÍA: El trabajo aborda el derecho a la autodeterminación de la 
información y las dificultades en relación con la responsabilidad de operadores de 
la misma (administradores de bases de datos, motores de búsqueda), frente a los 
derechos de los titulares de los datos.  Ademas incorpora el análisis de la 
regulación internacional, regional y nacional; así como el estudio de casos 
jurisprudenciales, como referentes del tema que se abordo en la investigación. 
 
PALABRAS CLAVE: HABEAS DATA, DATOS PERSONALES, DATOS 
SENSIBLES, TITULAR DE DERECHOS DE DATOS SENSIBLES, TRATANTE DE 
DATOS, MOTOR DE BÚSQUEDA, AGENTES DE PROTECCIÓN, DERECHO A 
LA ELIMINACIÓN O DERECHO AL OLVIDO. 
 
CONCLUSIONES: Actualmente los avances tecnológicos proyectan retos en las 
legislaciones de la esfera terrestre, lo que tradicionalmente se conocía como 
Internet ha evolucionado y asimismo la dinámica de diferentes sistemas 
constitucionales para proteger la libertad de expresión, y la protección de datos 
personales; generando una ponderación entre los derechos contrapuestos y 
desarrollando normas expeditas que permitan regularlos. 
 
Consecuencialmente, se han concebido internacionalmente leyes modelo asimiles 
atinentes a la protección de datos y que sirven de modelo a diferentes 
legislaciones, como también hay estados que se han adherido a ellas mediante 
tratados ratificados dada la urgencia de proteger los individuos de un posible uso 
lesivo de sus datos personales. 
 
Además de lo mencionado anteriormente, el ordenamiento jurídico colombiano ha 
concentrado normativamente garantías de protección y vigilancia encaminadas a 
endilgar responsabilidades a quienes traten la información en indebida forma y 
asimismo en caso que hayan incurrido en un uso abusivo de información, 
penalizar esta conducta mediante sanciones que pueden ir desde una multa, hasta 
el cierre definitivo de operaciones. 
































































A este propósito, la implementación del derecho de Habeas Data  surge como la 
necesidad de proteger constitucionalmente la intimidad del individuo ofreciéndole 
garantías consagradas en la legislación como lo son el acceso, rectificación, 
cancelación y oposición de los datos concernidos. 
 
De esta manera se abordaron los conceptos de titulares, garantes e intervinientes 
de Habeas Data, así como sus responsabilidades y obligaciones de cara al 
manejo de la información a la cual pueden acceder, desarrollando así mecanismos 
de protección frente al uso desproporcionado de información que ya no sea 
relevante para su titular. 
 
En esta investigación se evidenció la responsabilidad de los motores de búsqueda, 
portales o metabuscadores desde los desarrollos jurisprudenciales como lo fue el 
Caso Derecho al Olvido, Google Motores de Búsqueda, decisión C-131/12 del 
Tribunal de Justicia de la Unión Europea, Google Inc. Contra Agencia Española de 
Protección de Datos (AEPD), Mario Costeja González, y que consecuencialmente 
demostró la prevalencia de la garantía del derecho al olvido. Lo anterior en virtud 
que la información del accionante era protegida por el derecho de Habeas Data. 
(Tribunal de Justicia de la Unión Europea, 2012, C-131). 
 
A este respecto el Tribunal Europeo, ha sido enfático en la responsabilidad que se 
le debe endilgar a los motores de búsqueda en cuanto a la protección del derecho 
al olvido y a quien atañe la exclusión de cierta información y asimismo hacerla 
invisible a través de sus enlaces. 
 
Para el caso colombiano, se tomó como referente para este estudio la providencia 
del Juez Segundo Promiscuo Municipal de Rovira-Tolima, correspondiente a 
resolver una acción de tutela impetrada por violación al derecho constitucional de 
Habeas Data, autodeterminación informática y la intimidad mediante spam. El 
demandante arguye que nunca otorgo autorización para recibir información de la 
entidad accionada (Virtual Card), y no obstante sus continuas peticiones de dar de 
baja su dirección electrónica y abstenerse de enviar correos mediante spam, 
recibió por lo menos 8 correos de la referida entidad a los cuales respondió que no 
medio consentimiento alguno para su recepción y que suplicaba ser eliminado de 
sus bases de información. (Sentencia de 21 de julio de 2003. Rad. 73-624-40-89-
002-2003-053-00). 
 































































Mediante decisión del 21 de julio de 2003, el juez tutelo los derechos del 
accionante ordenando a la firma (Virtual Card), y a los creados bajo dominio i-
network.com, no enviarle más correos a su cuenta electrónica. Así como dar de 
baja la dirección electrónica de sus bases de datos y de sus aliados. 
Así pues, se reafirma la posición de Garante del Estado, en relación con el 
derecho constitucional de Habeas Data, -autodeterminación informática- lo que 
permitirá cuando se genere una trasgresión a este bien jurídico, determinar si hay 
o no una violación a este derecho fundamental amparado constitucionalmente.  
 
En este orden de ideas, los administradores de bases de información-
intermediarios- y motores de búsqueda les asiste la responsabilidad de proteger 
los datos a su cargo y en aras de ese compromiso serán sujetos de las sanciones 
a que haya lugar en virtud de incumplir con las garantías que proscribe la ley para 
este tipo de tratamiento. Como sustento de esta afirmación me permito aludir el 
artículo EL DERECHO AL OLVIDO VS. EL PODER INFORMÁTICO, Análisis 
desde la regulación colombiana con referencias al ordenamiento jurídico español 
(Morales, 2015). 
 
Ahora bien, para entender la responsabilidad y el manejo de la información se 
hace indispensable entender la clasificación de los tipos de datos; misma que la 
Corte Constitucional ha reconstruido en su decisión según Sentencia C-1011 de 
2008, y que la subdivide en datos públicos, privados, semiprivados y sensibles. 
Siendo éste último tipo de datos el objeto central de la protección del mecanismo 
de Habeas Data. Así las cosas, esta diferenciación permite determinar qué tipo de 
información es la que hace más vulnerable al titular del dato y precisar el núcleo 
jurídico del bien protegido (Derecho a la Autodeterminación de la Información) así 
como garantizar efectivamente la protección de otros derechos conexos como lo 
son el de la intimidad y la honra y buen nombre. 
 
Desde la óptica de la garantía constitucional del Habeas Data  – Derecho a la 
Autodeterminación de la Información- en nuestro país, emerge como un 
mecanismo procesal constitucional preferente, adicionalmente se cuenta con un 
mecanismo transitorio sumario, permanente e inmediato, denominado acción 
constitucional de tutela, (acción de Amparo), el cual debe impetrarse ante la 
entidad que ha vulnerado el referido derecho y en caso de no obtener respuesta 
en favor del accionante, este pueda acceder al aparato jurisdiccional en búsqueda 
de hacer efectivo su pedimento. Sin embargo, ella tiene requisitos para su 
procedencia, como no existir otro mecanismo que pueda usar el titular para la 
protección efectiva de sus derechos. 
































































Resulta conveniente resaltar que con la expedición de la Ley Estatutaria de 
protección de datos y el desarrollo jurisprudencial que ha versado sobre la 
materia, se ha puesto en cabeza de la Superintendencia de Industria y Comercio, 
la salvaguarda de este derecho a través de la creación del denominado Registro 
Nacional de Bases de Datos, – RNBD, el cual funge como garante del derecho de 
Habeas Data  en nuestro país. Cabe aclarar que a través de la  Circular Externa 
No. 02 del 3 de noviembre de 2015, se solicitó a las entidades tratantes de datos 
inscribir sus bases en este directorio y para este año entraría en funcionamiento. 
 
En concreto, el uso indiscriminado del poder informático es lo que aqueja 
actualmente a nuestra sociedad, y en este ámbito es donde se desarrolla el 
cumulo de datos personales que posiblemente en lo sucesivo se pueden convertir 
en una amenaza de la esfera personal de quien es su titular, por ello el derecho al 
olvido irrumpe como la posibilidad de generar límites temporales a dicha 
información y de esta manera controlar que se eliminen o se den de baja para que 
no tengan repercusiones en su presente. 
 
Con base en las conclusiones anteriormente reseñadas, se demuestra que 
jurisprudencialmente el -derecho a la autodeterminación de la información- ha sido 
desarrollado y se ha extendido la responsabilidad a los motores de búsqueda, por 
lo que podría decirse que es un derecho en desarrollo y por ello se está dotando a 
Entidades como la Superintendencia de Industria y Comercio, así como también a 
personas privadas para que regulen y acompañen el proceso de los titulares de 
este derecho fundamental. 
 
Finalmente, la solución para salvaguardar este derecho es desde la interpretación 
constitucional y desarrollo jurisprudencial donde se privilegia el derecho del titular 
a la autodeterminación de la información identificando el tipo de datos protegidos 
frente al derecho de manejo y suministro de la información en administradores de 
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