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Resumen: La creciente pretensión de los poderes públicos de convertir a los ciudadanos 
en informantes (whistleblowers) del Estado incentivando que denuncien aquellos delitos 
de los que puedan tener conocimiento es un rasgo característico de la política criminal 
contemporánea. El artículo se aproxima a dicho fenómeno y analiza sus orígenes, su 
tratamiento en otros países que tienen ya una cierta tradición en su utilización y su 
creciente expansión internacional. Posteriormente se enmarcará la cuestión en el nuevo 
sistema jurídico-penal español de responsabilidad penal de las personas jurídicas, 
aunque sin olvidar las repercusiones que el tema puede tener para las personas físicas. 
Finalmente se dará respuesta a la cuestión acerca del diseño que han de tener estos 
procedimientos si pretende obtenerse de ellos los beneficios esperados en caso de 
imputación o condena penal. 
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denuncia. 
 
Abstract: The increasing desire of public authorities to turn citizens into informers of 
State (whistleblowers), encouraging those who may have knowledge of crimes to report 
them is a characteristic feature of contemporary criminal policy. The paper addresses 
this phenomenon and discusses its origins, its treatment in other countries that already 
have some tradition in its use and its growing international expansion. Then the 
question will be part of the new Spanish criminal justice system criminal of legal 
persons, without forgetting the impact that the issue may have for individuals. Finally it 
will be answered the question about the design that have to have these procedures if it is 
desired to obtain from them the benefits expected of a criminal decision. 
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 I. Introducción 
 
 Por razones diversas que se expondrán a lo largo del presente trabajo, en los últimos 
tiempos cada vez es más frecuente que las empresas se doten de procedimientos internos para 
que sus propios trabajadores o terceros, como proveedores o clientes, puedan denunciar 
conductas irregulares llevadas a cabo por directivos o empleados de la propia compañía
1
. El 
fenómeno es relativamente nuevo en España, pero cuenta ya con bastantes años de tradición 
en otros países, singularmente en los Estados Unidos de América. Allí suele justificarse la 
conveniencia de implantar estos instrumentos no solo para garantizar un mejor gobierno 
corporativo y el afianzamiento de una verdadera ética empresarial, sino también por razones 
de política criminal: en este último sentido suele afirmarse que estos sistemas facilitan el 
descubrimiento y la prevención de los hechos ilícitos que puedan llevarse a cabo en el marco 
de la actividad empresarial, un entorno de difícil acceso para las investigaciones policiales y 
judiciales
2
. 
 
Una simple búsqueda en internet permite localizar rápidamente ejemplos concretos de 
este fenómeno. Así, por ejemplo, la compañía eléctrica ENDESA pone a disposición de sus 
accionistas, proveedores, empleados y clientes un “buzón ético” que “permite a todos estos 
grupos comunicar las conductas irregulares o poco apropiadas relacionadas con la 
contabilidad, el control, la auditoría interna u otros aspectos”, prometiendo confidencialidad 
respecto de los datos de los denunciantes3. Por citar otro ejemplo, FERROVIAL cuenta 
también con un “canal ético” que proporciona a todos los empleados de la empresa y de sus 
filiales “una comunicación directa con la Dirección y los Órganos de Gobierno para trasmitir 
cualquier denuncia que estimen conveniente: irregularidades, incumplimientos y 
comportamientos contrarios a la ética y la legalidad”4. 
 
 El presente fenómeno resulta atractivo desde perspectivas muy diversas. Merece 
atención, por ejemplo, desde el punto de vista de la criminología, interesada sin duda en 
analizar el hecho de que, de manera creciente, se pretenda convertir a los trabajadores en 
vigilantes, y eventualmente delatores, de sus propios compañeros o superiores. También lo 
tiene para los laboralistas, a quienes se plantean cuestiones tales como la posibilidad de 
incorporar los deberes de denuncia al contrato de trabajo o la manera más adecuada de llevar 
a cabo las investigaciones internas que resultan de una determinada denuncia
5
. O, 
finalmente, también para los especialistas en protección de datos, a quienes preocupa el 
                                                 
1  Según un estudio publicado en 2009 por PRICE WATER HOUSE COOPERS (disponible en 
www.pwc.es/en_ES/.../informe-delitos.pdf, consultado el 22/03/12) un 36% de las empresas españolas contaban con 
procedimientos específicos de denuncia (líneas éticas) (cfr. ibidem, p. 8). Este mismo estudio establece que, a nivel 
mundial, un 7% de los fraudes en la empresa fueron descubiertos gracias a estos procedimientos de denuncia (ibidem, p. 
26). 
2  Cuando las conductas ilícitas se enmarcan en el fenómeno de la corrupción, algunas fuentes indican que la cifra oscura 
podría llegar al 99% en países como Alemania. Cfr. al respecto las referencias aportadas por KOCH, ZIS, 10/2008, p. 
501. 
3  «http://codigoconducta.endesa.es/codigo_conducta_version_es.htm» (consultado el 05/03/12). 
4  «http://memoria2010.ferrovial.com/es/index.asp?MP=51&MS=325&MN=3&pag=4» (consultado 05/03/12). 
5  Diversos análisis del fenómeno desde el punto de vista del Derecho del Trabajo pueden encontrarse en GOÑI SEIN (dir.), 
Ética empresarial, especialmente la contribución de MORATO GARCÍA titulada – Incumplimiento de los códigos de 
conducta y potestad disciplinaria del empresario (p. 414-458). 
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tratamiento que debe darse a las bases de información utilizadas para procesar estas 
denuncias
6
. 
 Sin perjuicio de efectuar algunas consideraciones colaterales relacionadas con los 
anteriores focos de interés, el presente capítulo se centrará en dos cuestiones con especial 
trascendencia jurídico-penal en el nuevo sistema español de responsabilidad penal de las 
personas jurídicas. Se trata, en concreto, de responder a las siguientes preguntas: 1.ª) ¿Cómo 
puede influir el contar o no con un procedimiento de denuncia interno en la responsabilidad 
penal de una persona jurídica o de las personas físicas que se integran en ella?; y 2.ª) En caso 
de que una persona jurídica decida contar con el procedimiento en cuestión, ¿cómo tiene que 
diseñarlo para poder beneficiarse de las causas de exención y atenuación legal previstas por el 
Código Penal para dichas entidades? 
 En este último sentido resulta particularmente interesante determinar en qué condiciones 
la previsión de un procedimiento interno de denuncia por parte de una empresa puede influir 
en beneficio de ésta en la eventual aplicación del art. 31 bis 4 CP, un precepto que 
establece en su apartado d) que podrá considerarse circunstancia atenuante de la 
responsabilidad de la persona jurídica condenada por una infracción penal el – a haber 
establecido, antes del comienzo del juicio oral, medidas eficaces para prevenir y descubrir 
los delitos que en el futuro pudieran cometerse con los medios o bajo la cobertura de la 
persona jurídica. Se trata de cuestiones todavía no abordadas por los tribunales españoles 
pero que revisten un notable interés para todas aquellas empresas y sus asesores que ya están 
trabajando en la implantación de programas de cumplimiento normativo o en la adaptación de 
éstos al nuevo marco legal de responsabilidad de la empresa. 
 Para tratar todas estas cuestiones se procederá de la siguiente manera: tras esta breve 
introducción (I), se dedicarán algunas páginas a dar cuenta de los orígenes del fenómeno, su 
tratamiento en otros países que tienen ya una cierta tradición en su utilización y su creciente 
expansión internacional (II); posteriormente se enmarcará la cuestión en el nuevo sistema 
jurídico-penal español de responsabilidad penal de las personas jurídicas, aunque sin olvidar 
las repercusiones que el tema puede tener para las personas físicas (III); y finalmente se dará 
respuesta a las preguntas planteadas supra acerca del diseño que han de tener estos 
procedimientos si pretende obtenerse de ellos los beneficios esperados en caso de 
imputación o condena penal (IV). Conviene dejar claro desde un buen principio que en este 
último punto se efectuará una propuesta personal que solo el tiempo dirá si se ve confirmada 
por la praxis judicial. 
 
 II. La denuncia interna como manifestación del fenómeno del whistleblowing 
 
 II.1. Orígenes en los Estados Unidos 
 
 La implantación de procedimientos internos de denuncia por parte de las empresas tiene 
su origen en los Estados Unidos de América, donde estas medidas se enmarcan en el 
                                                 
6  Una perspectiva sobre las reticencias que estos procedimientos plantean desde el punto de vista de la protección de 
datos personales la ofrece GOÑI SEIN, en Ética empresarial, p. 331 ss. 
REVISTA ELETRÔNICA DE DIREITO PENAL E POLÍTICA CRIMINAL - UFRGS  
VOL. 1, N.º 1, 2013 
 
 
 
90 
fenómeno del llamado whistleblowing, expresión con la que se caracteriza a aquellos actos de 
delación realizados por sujetos que están o han estado vinculados con una determinada 
organización, ya sea administrativa o empresarial, en la que se ha cometido una conducta 
ilícita
7
. Cuando se alude a este fenómeno es habitual distinguir entre whistleblowers internos 
y externos, en función de si quien denuncia lo hace directamente ante terceros (autoridades o 
medios de comunicación) o si primero informa a los responsables de la propia organización
8
. 
Los procedimientos que se analizarán en el presente trabajo se sitúan de manera evidente en 
este segundo ámbito. 
 Desde mediados del siglo XIX los ordenamientos jurídicos estadounidenses tratan de 
incentivar los actos de delación por diversos medios, que van desde el ofrecimiento de 
protección ante posibles represalias hasta las recompensas económicas para el informante
9
. 
Estos incentivos se añaden a las amplias posibilidades con las que en aquel país cuentan los 
fiscales para llegar a acuerdos con aquellos sujetos que, habiendo intervenido en hechos 
delictivos, están dispuestos a delatar a otros responsables. A principios del siglo XXI, y 
como respuesta a escándalos financieros como Enron o WorldCom, descubiertos gracias a 
denuncias de este tipo, se efectuaron importantes cambios legales a fin de implantar sistemas 
específicos de denuncia y reforzar la protección de los whistleblowers. 
 De forma destacada, la federal Sarbanes-Oxley Act de 2002 obligó a todas aquellas 
sociedades – estadounidenses o no – que cotizan en bolsa a dotarse de un sistema de 
información que permitiera hacer llegar al comité de auditoría de la compañía posibles 
denuncias en relación con irregularidades de tipo contable. Sin embargo, conviene subrayar 
que las previsiones de esta ley –tanto las relativas a la implantación del procedimiento de 
denuncia como las medidas de protección a los informantes – se centran en las denuncias de 
irregularidades de tipo contable, no en otras actividades ilícitas
10
. Por ello, desde el punto de 
vista de la implantación de sistemas de denuncia abiertos a informar de cualquier 
irregularidad ha sido seguramente tan importante como la anterior previsión la obligación 
impuesta por la propia Sarbanes-Oxley Act a las empresas de dotarse de un código ético 
vinculante para sus directivos, que en la práctica ha incluido la previsión de sistemas de 
denuncia abiertos a la recepción de toda clase de informaciones (§ 406)
11
. 
 Desde el punto de vista estrictamente jurídico-penal, en Estados Unidos la existencia de 
un procedimiento de denuncia integrado en un programa de cumplimiento normativo es un 
importante elemento a tener en cuenta en el momento de determinar las consecuencias 
jurídicas resultantes de la responsabilidad penal de las personas jurídicas. Así, pese a que la 
atribución de responsabilidad a las empresas en el sistema estadounidense se basa en el 
automatismo propio del denominado modelo de la transferencia, el hecho de contar con un 
programa de cumplimiento efectivo puede beneficiar sensiblemente a una compañía en caso 
                                                 
7  Para más detalles sobre este fenómeno RAGUÉS I VALLÈS, InDret, 3/2006, «www.indret.com». 
8  La distinción es aceptada también en los Estados Unidos y Alemania: para las oportunas referencias cfr. LUTTERBACH, 
Die strafrechtliche Würdigung, p. 38. 
9  El primer antecedente de la protección jurídica de los whistleblowers suele situarse en la False Claims Act de 1863 que 
preveía recompensas económicas para los informantes. Más referencias en QUIGLEY, SCLR, 52 (2012), p. 260 
10  Subraya esta circunstancia LUTTERBACH, Die strafrechtliche Würdigung, p. 11. 
11  LUTTERBACH, Die strafrechtliche Würdigung, p.12. 
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de imputación penal, aunque no ciertamente hasta el punto de excluir su culpabilidad
12
. 
Sin ir más lejos, las United States Sentencing Guidelines, utilizadas para la determinación 
de la pena por los tribunales federales, prevén una reducción de la sanción en caso de que se 
haya producido el acto ilícito – a pesar de que la organización contaba en el momento de 
cometerse el delito con un programa ético y de cumplimiento normativo que fuera efectivo”. 
Para que el programa sea considerado efectivo en la prevención y detección del delito las 
Guidelines establecen, entre otras exigencias, la consistente en que la empresa “haya dado 
pasos razonables para establecer y dar a conocer un sistema, que puede incluir mecanismos 
que permitan el anonimato y la confidencialidad, por medio del cual los empleados y agentes 
de la compañía puedan denunciar o solicitar orientación acerca de conductas delictivas 
posibles o efectivas sin temor de represalias”.13 
 Otro texto que confiere una evidente trascendencia jurídico-penal al hecho de contar con 
semejantes procedimientos es el United States Attorney’s Manual, que contempla los criterios 
que el Departamento de Justicia elabora como pauta para los fiscales en el momento de 
formular acusaciones o alcanzar acuerdos con las defensas
14
. Entre los factores a ponderar 
se incluye en  general el hecho de contar con un programa de cumplimiento efectivo 
antes o después del delito. En particular, entre los requisitos a tener en cuenta por los 
fiscales en caso de posibles infracciones de la Foreign Corrupt Practices Act se incluye el 
hecho de que la empresa cuente con un “sistema de denuncia que incluya una ‘línea de 
ayuda’ para directivos, ejecutivos, empleados, agentes y terceras partes para informar de 
sospechas de violaciones del código de conducta o de infracciones penales”.15 
 
 II.2. Expansión del fenómeno a escala internacional 
 
 Como ejemplo evidente de la influencia de la política criminal de los Estados Unidos en 
el resto del planeta, la implantación de procedimientos internos de denuncia se ha ido 
extendiendo progresivamente a otros países. Este efecto expansivo fundamentalmente se ha 
producido por dos razones: en primer lugar, por la creciente presión ejercida desde los 
propios Estados Unidos sobre las empresas multinacionales, que han ampliado sus programas 
de prevención del delito a todas las filiales repartidas en otros países; y, en segundo lugar, por 
la influencia de convenios y otros instrumentos normativos elaborados a escala internacional. 
En lo que respecta a los procedimientos internos de denuncia, en esta expansión ha tenido 
mucho que ver la OCDE, que en sus Principios del Gobierno Corporativo de 2004 incluyó 
entre sus recomendaciones un apartado en el que se manifestaba que “las partes interesadas, 
incluidos los empleados individuales y sus órganos representativos, deberán poder manifestar 
                                                 
12  Una visión sobre el sistema jurídico-penal estadounidense centrada en este aspecto en POLLACK, ACLR, 46 (2009), p. 
1395 ss, quien aporta las correspondientes referencias de los textos citados. La reducción de la pena puede alcanzar el 
95% de su gravedad en caso de contar con un programa efectivo de cumplimiento (cfr. al respecto BUCY, ACLR, 46 
[2009], p. 1443). Ver asimismo ORTIZ  DE  URBINA GIMENO, en Ética empresarial, pp. 126-127. 
13  Para las concretas referencias, cfr. POLLACK, ACLR, 46 (2009), pp. 1396-198. Ver también ALONSO GALLO, en 
Estudios, p. 159 ss. 
14  POLLACK, ACLR, 46 (2009), p. 1398 ss. 
15  Ibidem, pp. 1398-1401. Cf. asimismo ALONSO GALLO, en Estudios, pp. 162-163 
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libremente sus preocupaciones en relación con posibles prácticas ilegales o no éticas al 
Consejo, y sus derechos no deberán quedar comprometidos por realizar este tipo de 
manifestaciones”. A tal efecto este texto aconsejaba – el establecimiento de procedimientos 
y ‘ puertos seguros’ para recoger las denuncias relativas a comportamientos ilegales o 
poco éticos presentadas por los empleados ya sea personalmente o a través de sus órganos 
representativos, y por terceros que no pertenezcan a la sociedad, añadiendo que tal previsión 
“redunda en beneficio de la propia empresa y de sus partes interesadas”.16 
 En el ámbito europeo ha tenido una gran importancia para la expansión de estos 
procedimientos la Recomendación de la Comisión de 15 de febrero de 2005, relativa al papel 
de los administradores no ejecutivos o supervisores y al de los comités de consejos de 
administración o de supervisión, aplicables a las empresas que cotizan en bolsa. En relación 
con el comité de auditoría este texto establece (anexo I, apartado 4.3
17
) que este órgano 
“debe controlar el procedimiento en virtud del cual la empresa se atiene a las disposiciones 
en vigor relativas a la posibilidad de que los empleados señalen las irregularidades 
importantes que consideren se han podido cometer en la empresa presentando una 
reclamación o una denuncia anónima, normalmente a un administrador independiente, y 
garantizar que disponga lo necesario para una investigación proporcionada e independiente a 
este respecto, seguida de una actuación apropiada”. 
 En este mismo ámbito un segundo documento importante, aunque por distintos motivos, 
para el diseño de los procedimientos de denuncia es el Dictamen 1/2006 sobre la 
aplicación de las normas de la UE relativas a la protección de datos a programas internos de 
denuncia de irregularidades en los campos de la contabilidad, controles contables internos, 
asuntos de auditoría, lucha contra el soborno, delitos bancarios y financieros (WP117) 
elaborado por el Grupo de Trabajo del Artículo 29 sobre Protección de Datos
18
. Dicho 
informe se redactó por la necesidad de establecer pautas claras en materia de protección de 
datos a las empresas que, por influencia de la regulación estadounidense, estaban 
implantando procedimientos internos de denuncia y se encontraban a menudo ante el dilema 
de no saber si dar preferencia a las disposiciones de la Sarbanes-Oxley Act o a la estricta 
normativa europea en materia de protección de datos
19
.Y si bien este texto no tiene como 
objeto directo valorar la efectividad de estos sistemas desde una perspectiva jurídico-penal, ni 
tampoco carácter vinculante, desde el momento en que aconseja limitar ciertos usos de dichos 
                                                 
16  Principios de Gobierno Corporativo de la OCDE, 2004 (publicados en 
«http://www.oecd.org/dataoecd/47/25/37191543.pdf», consultado el 13/03/2012), pp.  47-48. Otro texto relevante de la 
OCDE es la Good Practice Guidance on Internal Controls, Ethics, and Compliance, de 2010 («http://www.oecd.org/ 
investment/briberyininternationalbusiness/anti- briberyconvention/44884389.pdf», consultado el 25/09/2012), que en su 
apartado 11 alude a los procedimientos de denuncia. 
17  Publicado en el Diario Oficial de la Unión Europea del 15/02/2005. 
18  Texto localizable en «www.agpd.es/.../WP-117-sarbanes-ES.pdf» (consultado el 13/03/12). Según se dice en la portada 
del propio documento ―el Grupo de Trabajo se creó en virtud del Artículo 29 de la Directiva 95/46/CE. Es un órgano 
consultivo europeo e independiente sobre intimidad y protección de datos. En el artículo 30 de la Directiva 95/46/CE y en 
el artículo 15 de la Directiva 2002/58/CE se describen sus competencias. 
19  Como se afirma en el propio Dictamen (pp. 6-7), - la puesta en marcha de programas de denuncia de irregularidades, en la 
gran mayoría de los casos, estará basada en el tratamiento de datos personales (es decir, en la recopilación, registro, 
almacenamiento, difusión y cancelación de datos relacionados con una persona identificada o identificable), lo que 
significa que son de aplicación las normas sobre protección de datos. 
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procedimientos supone de facto un factor a tener muy en cuenta a la hora de efectuar 
apreciaciones acerca de la validez y efectividad de las medidas implantadas por una concreta 
empresa. 
 En países como Alemania estos sistemas se han extendido a raíz de ciertas previsiones 
legales como el § 91.2 de la Aktiengesetz, que impone a los consejos de administración el 
deber de introducir medidas adecuadas – en especial un sistema de vigilancia – para advertir 
lo antes posible los riesgos que amenacen la continuidad de la compañía
20
. Otra de las razones 
fundamentales para su implantación – como elementos habituales de los llamados “programas 
de cumplimiento normativo” – ha sido el § 130  de la Ley de Contravenciones (OWiG) 
que sanciona la infracción de deberes de vigilancia en el marco de la actividad 
empresarial
21
. Aunque ninguno de estos preceptos impone necesariamente la implantación de 
un sistema de whistleblowing interno, en la práctica han sido razones fundamentales de la 
proliferación de tales sistemas en las empresas alemanas
22
. 
 Finalmente, en el Reino Unido el texto fundamental es la Public Interest Disclosure Act 
de 1998, que otorga protección a los denunciantes frente a posibles represalias. Si bien este 
texto no impone tampoco a las empresas el deber de contar con un procedimiento interno de 
denuncia, la progresiva implantación de directrices de buen gobierno corporativo ha llevado 
en la práctica a la creación de estos sistemas. En el ámbito sancionador el hecho de contar con 
estos instrumentos – junto con otros medios de control del riesgo delictivo – es tenido en 
cuenta tanto por la administración como por los tribunales a la hora de atribuir 
responsabilidad a las empresas o graduar la severidad de las consecuencias jurídicas
23
. 
 
 II.3. Introducción en España 
 
 En España el texto decisivo para la creciente implantación de estos sistemas ha sido el 
Código Unificado de Buen Gobierno de las Sociedades Cotizadas de la CNMV (2006), un 
documento basado en buena medida en la Recomendación de la Comisión de 2005 y que a 
propósito de los comités de auditoría establece
24
: 
 
“como novedad procedente de la Recomendacion de la Comision Europea – inspirada, a su 
vez, en la experiencia de Estados Unidos, Reino Unido y otros paises cuyas companias tienen 
establecidos cauces internos para que sus empleados puedan denunciar irregularidades 
(whistleblowing) –, el Codigo recomienda que las sociedades cotizadas encomienden al 
Comite de Auditoria el establecimiento y seguimiento de mecanismos de esa naturaleza, que 
                                                 
20  Con todo, según datos citados por LUTTERBACH, Die strafrechtliche Würdigung, p. 47, solo un 34% de las empresas 
alemanas de más de mil trabajadores cuentan con tales sistemas, mientras que a nivel mundial el porcentaje es del 60%. 
21  Cfr. al respecto BOCK, ZIS, 2/2009, pp, 68-81 (esp. p. 79). 
22  STRACK, Whistleblowing in Germany, p. 5. Sobre la expansión del fenómeno en Alemania cfr. KOCH, ZIS 10/2008, pp. 
501-502 y LUTTERBACH, Die strafrechtliche Würdigung, p. 21 ss. 
23  Información ofrecida en el Code of Practice elaborado por Public Concern at Work y la British Standards Institution 
«http://www.bsigroup.com/en/sectorsandservices/Forms/PAS-19982008-Whistleblowing/Download-PAS-
1998/Confirmation/» (consultado el 28/03/12). 
24  El Código pretende ser una pauta de actuación para las sociedades que, según el art. 116 de la Ley 24/1988 de Mercado de 
Valores (sustituido desde la Ley 2/2011 por el actual art. 61  bis), estaban obligadas a emitir un informe anual de gobierno 
corporativo. Dicho informe debe exponer los "sistemas de control del riesgo" de los que se dota la empresa. 
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protejan la identidad del denunciante e incluso, si se considera oportuno, permitan su 
anonimato. El Codigo parte de que tales mecanismos se destinaran preferentemente a la 
denuncia de irregularidades financieras y contables y, sobre todo, que respetaran 
escrupulosamente las limitaciones establecidas en la Ley Organica 15/1999, de 13 de 
diciembre, de Proteccion de Datos de Caracter Personal.” 
 
 En tal sentido, el Código recomienda “establecer y supervisar un mecanismo que 
permita a los empleados comunicar, de forma confidencial y, si se considera apropiado, 
anónima las irregularidades de potencial trascendencia, especialmente financieras y contables, 
que adviertan en el seno de la empresa”.25 Sin embargo, no existe a día de hoy una 
obligación legal o reglamentaria de contar con dichos procedimientos con la única excepción 
del acoso sexual, respecto del cual el art. 48.1 de la Ley Orgánica 3/2007, de 22 de 
marzo, para la Igualdad Efectiva de Mujeres y Hombres establece que “las empresas deberán 
promover condiciones de trabajo que eviten el acoso sexual y el acoso por razón de sexo y 
arbitrar procedimientos específicos para su prevención y para dar cauce a las denuncias o 
reclamaciones que puedan formular quienes hayan sido objeto del mismo”.26 En todo caso la 
Ley no prevé consecuencia sancionatoria alguna para las empresas que no establezcan tales 
mecanismos de prevención del acoso sexual, un delito que, conviene recordar, no da lugar en 
el vigente Derecho español a responsabilidad penal de las personas jurídicas. 
 Precisamente ha sido la introducción de la responsabilidad penal de las personas 
jurídicas en la reforma del Código Penal de 2010 el factor decisivo para la implantación de 
estos sistemas en España, donde la previsión de un procedimiento de denuncia suele ser en la 
práctica una de las medidas más habituales de descubrimiento y prevención del delito que las 
empresas incluyen en sus programas de cumplimiento normativo. La relación entre ambas 
cuestiones será analizada infra (III.2) con más detalle. 
 
 II.4. Voces críticas 
 
 Pese al decidido apoyo que, como se ha expuesto, importantes instituciones tanto 
estatales como internacionales prestan a la introducción de estos procedimientos, algunas 
voces han manifestado abiertamente su escepticismo sobre la efectividad y legitimidad de 
estos instrumentos. Entre ellas cabe destacar la del catedrático alemán Roland Hefendehl, 
expresada en un trabajo irónicamente titulado “Alle lieben Whistleblowing”, publicado en 
2009
27
. Además de cuestionar con datos concretos que realmente estos sistemas sean tan 
efectivos como suele decirse, Hefendehl argumenta que el fomento de las delaciones resulta 
                                                 
25  Código Unificado de Buen Gobierno de las Sociedades Cotizadas, 2006, 
«http://www.cnmv.es/DocPortal/Publicaciones/CodigoGov/Codigo_unificado_Esp_04.pdf» (consultado  el 25/03/12). 
26  La posibilidad de vincular esta previsión legal con los procedimientos de denuncia interna en general se admite en GOÑI 
SEIN, en Ética empresarial, p. 323. También existen algunos puntos de conexión con algunas medidas previstas en la Ley 
10/2010 de Prevención del Blanqueo de Capitales y de la Financiación del Terrorismo (esp art. 26 ss), que otorgan 
protección a los empleados de las entidades obligadas a prevenir tales comportamientos que denuncien conductas 
sospechosas. Con todo, la diferencia radica en que en este caso se trata de la denuncia de hechos cometidos por personas 
en principio ajenas a la propia empresa (por ejemplo, clientes en una entidad bancaria que operan a través de ésta). 
27  HEFENDEHL, Alle lieben Whistleblowing, en BÖSE/STERNBERG-LIEBEN (eds.), Grundlagen des Straf- und 
Strafverfahrensrechts. Festschrift für Knut Amelung zum 70. Geburtstag (cit. Amelung-FS), Berlín, 2009, pp. 617-643. 
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contrario a algunos valores esenciales que definen el modelo vigente de sociedad, en el que la 
imposición de deberes de solidaridad a ciudadanos es algo excepcional. 
 Según este autor, estos deberes de solidaridad no incluyen una obligación de denunciar 
dirigida a todos los ciudadanos cuando ya no existe ningún bien jurídico susceptible de 
salvación pues, a su juicio, la persecución penal “es un dominio exclusivo del Estado” aun 
cuando el delito haya acontecido en una empresa y, según suela decirse, su investigación 
resulte más complicada. Ello no supone, en su opinión, que el ciudadano no tenga el 
derecho a título particular a denunciar, pero este “modelo de vigilancia” no debería 
convertirse en la regla. Según Hefendehl un modelo basado en la intromisión de los 
particulares en la actividad de persecución del delito es antiliberal y resulta propio de la 
policía de sistemas totalitarios  como, por ejemplo, la antigua República Democrática 
Alemana, en los que la Stasi contaba con una amplia red de informantes
28
. 
 En España autores como Goñi Sein, pese a posicionarse en general a favor de la 
legitimidad de tales sistemas, han mostrado algunas reticencias en consideración, más bien, a 
los derechos del sujeto denunciado, poniendo en evidencia cómo “la denuncia conlleva el 
riesgo de estigmatización y exclusión”29. En la misma línea, el Grupo de Trabajo europeo 
“enfatiza que los programas de denuncia de irregularidades conllevan un riesgo muy grave 
de estigmatización y vejación de dicha persona dentro de la organización a la que 
pertenece. La persona estará expuesta a tales riesgos incluso antes de saber que ha sido 
incriminada y de que los supuestos hechos se hayan investigado para determinar o no su 
fundamento”.30 
 En todo caso, y más allá de las dudas de legitimidad que pueden suscitar estos sistemas, 
también su propia eficacia en términos preventivos es objeto de discusión y, si bien existen 
estudios que les atribuyen una buena parte del mérito en el descubrimiento de determinados 
delitos, otros trabajos cuestionan seriamente el que tal contribución realmente exista
31
. Como 
cabe esperar, aquellas empresas que ofrecen entre sus servicios la implantación de estos 
sistemas proclaman que estos son el medio más efectivo de descubrir la criminalidad de 
cuello blanco, asegurando que en las compañías que no cuentan con ellos existe el doble de 
probabilidades de comisión de delitos por cuanto la mera existencia de estos 
procedimientos ya tiene un importante efecto disuasorio para los potenciales infractores
32
. 
 En todo caso, de la creciente implantación de estos sistemas que se está produciendo 
actualmente en muchos países no parece que deban esperarse réditos especialmente 
cuantiosos en términos de prevención del delito. No en vano, hasta la fecha el envío de 
denuncias – anónimas o con previa identificación – a los máximos responsables de una 
compañía no era una práctica excesivamente habitual, por lo menos en España, y ello no 
parece atribuible tanto a la ausencia de canales ad hoc, cuanto a la escasa predisposición de 
los potenciales denunciantes a actuar. Al fin y al cabo, aunque años atrás no existieran estos 
                                                 
28  LUTTERBACH, Die strafrechtliche Würdigung, p. 42 ss, trata de matizar algunas de las críticas de Hefendehl. 
29  GOÑI SEIN, en Ética empresarial, p. 330. Por su parte, MORATO GARCÍA,en ibidem, p. 442, alude a que – se corre el 
riesgo de que la  política empresarial termine por  producir un profundo desgarro a  la solidaridad colectiva. 
30  Dictamen, p. 7. 
31  Ver, por ejemplo, las referencias aportadas en tal sentido por HEFENDEHL, Amelung-FS, p. 625 ss. 
32  Así, por ejemplo, «http://www.business-keeper.com/whistleblowing-and-compliance.html» (consultado 30/03/12). 
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sistemas específicos de denuncia desde siempre cualquier empleado que quisiera denunciar ha 
podido hacerlo por medios diversos. 
 Pese a estas dudas, el hecho de que numerosas instituciones recomienden la inclusión de 
estas medidas y el que cada vez más empresas cuenten con ellas, obliga a recomendar a 
cualquier compañía – sobre todo de tamaño mediano o grande – que se dote de estos 
procedimientos, pues a medio plazo el no tenerlos puede ser visto –justa o injustamente – por 
jueces o fiscales como un síntoma de escasa sensibilidad ante la necesidad de contribuir al 
descubrimiento y la prevención del delito. El hecho de que su coste económico no sea 
especialmente elevado es una razón adicional a favor de su implantación. No contar con ellos 
puede acabar comportando para cualquier compañía cargas alternativas de peso no inferior, 
tales como implantar otros medios más costosos de prevención del delito o tener que dar 
numerosas explicaciones en caso de imputación penal. 
 
 III. Denuncias internas y responsabilidad penal 
 
 El hecho de que una empresa implante y efectivamente utilice un sistema interno de 
denuncia puede tener efectos sensibles tanto en la responsabilidad penal de la persona jurídica 
que se ha dotado de dicho procedimiento como de las personas que rigen sus destinos – 
particularmente, administradores y cargos directivos – y de todos aquellos que trabajan en 
ella. Seguidamente se procede al análisis de tales responsabilidades, empezando por el 
supuesto de las personas físicas. 
 
 III.1. Responsabilidad penal de personas físicas 
 
 Para determinar la repercusión que, en términos jurídico-penales, puede tener la 
existencia de un sistema interno de denuncias en las personas físicas que trabajan en una 
empresa es necesario efectuar, de entrada, una distinción básica entre aquellos casos en los 
que la conducta delictiva denunciada ya ha finalizado y aquellos otros en los que la denuncia 
se refiere a hechos ilícitos de comisión futura, continuada o permanente. En dicho análisis 
tiene especial interés determinar la responsabilidad de los cargos superiores al sujeto que haya 
ejecutado materialmente la conducta delictiva. 
 
Se analizarán seguidamente solo aquellas situaciones en las que el superior no adquiere 
conocimiento del delito de su subordinado hasta que recibe la denuncia; quedarán, en cambio, 
al margen del análisis aquellos supuestos en los que el superior y el ejecutor material 
subordinado hayan ejecutado una conducta delictiva puestos de mutuo acuerdo o bien el 
segundo haya obrado por una previa inducción del primero. Asimismo en la exposición que 
sigue se partirá de que concurre en los superiores que reciben la denuncia el deber específico 
de evitar la comisión de delitos por parte de los empleados, ocupando en consecuencia una 
posición de garante en relación con tales delitos en los términos del art. 11 CP. 
 
 a) En el caso de los delitos ya finalizados el hecho de que a posteriori tal circunstancia 
se ponga en conocimiento de los máximos responsables de la empresa no repercute en la 
responsabilidad penal de estos, aunque decidan no  denunciar a las autoridades.  La 
omisión del deber de denunciar delitos ya terminados no es constitutiva en España de 
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infracción penal y aunque la Ley de Enjuiciamiento Criminal establece en su art. 264 que 
quien por cualquier medio tuviere conocimiento de la perpetración de algún delito de los 
que deben perseguirse de oficio deberá denunciarlo, sin que se entienda obligado por esto a 
probar los hechos denunciados ni a formalizar querella, tal previsión no lleva aparejada 
sanción alguna para el caso de su incumplimiento. Solo en el supuesto de que los máximos 
responsables de la compañía colaboren con el sujeto responsable con conductas encuadrables 
en el delito de encubrimiento o de receptación (ayudándole, por ejemplo, a destruir u ocultar 
pruebas, o a beneficiarse de las ganancias del delito), se les podrá atribuir a aquellos algún 
tipo de responsabilidad penal. 
 b) La cuestión cambia radicalmente en el supuesto en que la conducta denunciada se 
está cometiendo de manera continuada o se trata de un delito permanente o futuro. Tal sería 
el caso, por ejemplo, en que un trabajador informara al administrador de una empresa de que 
otro empleado está sobornando de manera reiterada a funcionarios públicos para conseguir 
que la administración adquiera los productos que la empresa comercializa, logrando así 
aumentar su retribución variable. En este último ejemplo y otros similares, desde el momento 
en que los máximos responsables de la empresa – y todos aquellos que tengan el deber de 
evitar la conducta ilícita – tienen conocimiento del hecho cuentan ya con el dolo necesario 
para ser considerados corresponsables del delito del empleado, ya sea como autores 
accesorios o como cooperadores necesarios, según la perspectiva que se defienda sobre el 
alcance respectivo de estas figuras. Dicha responsabilidad puede darse incluso en aquellos 
casos en los que la víctima de la conducta delictiva sea la propia empresa, pues en tal 
supuesto los socios podrían exigir responsabilidad al directivo o administrador que no hubiera 
evitado tales comportamientos. 
 c) Finalmente, una última situación a tener en cuenta puede darse en el caso de aquellas 
empresas que deciden dotarse de un procedimiento de denuncias internas pero los 
responsables de recibir la información y actuar en consecuencia no dan los pasos necesarios 
para obtener la información que dicho sistema les puede proporcionar. Tal sería el caso, por 
ejemplo, de la empresa que se dotara de un buzón electrónico para recibir las denuncias de los 
empleados, pero los responsables de dicho buzón decidieran no abrirlo nunca o no lo 
hicieran durante un largo período precisamente porque, como se ha expuesto en el anterior 
apartado, la mera obtención de la información puede tener efectos incriminatorios. 
 De acuerdo con la doctrina dominante, aunque con esta omisión quedaran sin atender 
denuncias relativas a delitos de comisión permanente o continuada no podría atribuirse 
responsabilidad alguna a tales sujetos, al faltar en ellos el dolo requerido por la gran mayoría 
de delitos, un dolo necesario, en todo caso, para castigar a los partícipes. Ciertamente, 
sostener que en tales casos concurre una situación de imprudencia, que llevará casi siempre 
aparejada la impunidad, parece una respuesta convincente si el hecho de no recibir la 
información se debe a un descuido o a una defectuosa organización por parte de la empresa. 
Sin embargo, la respuesta parece algo más dudosa si la decisión de ignorar las denuncias 
obedece a la voluntad consciente de los sujetos de evitarse complicaciones y tener una buena 
excusa en caso de imputación. En este último supuesto cabrá plantearse la posibilidad de 
otorgar a estos hechos el tratamiento propio del dolo si – como recientemente parece sostener 
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la jurisprudencia española – cabe incluir en esta modalidad de imputación subjetiva los casos 
de la llamada ignorancia deliberada
33
. 
 Tras exponer y valorar las posibles situaciones que pueden darse en la práctica, cabe 
concluir afirmando que, desde el punto de vista de la responsabilidad de las personas 
físicas, la previsión  de canales de denuncia tiene fundamentalmente un efecto incriminatorio 
para los cargos directivos pero solo cuando el objeto de la información sean conductas 
delictivas presentes o futuras: su consecuencia principal es dotar a tales sujetos con aquellos 
conocimientos requeridos por el dolo como elemento imprescindible de la tipicidad subjetiva 
de la gran mayoría de delitos con trascendencia en la actividad empresarial. 
 
 III.2. Responsabilidad penal de personas jurídicas 
 
 El hecho de contar con un procedimiento interno de denuncia puede ser – junto con 
otras medidas – un factor a tener en cuenta de acuerdo con la vigente regulación española 
tanto para atribuir responsabilidad a la persona jurídica como, sobre todo, para valorar dicha 
responsabilidad y cuantificar la correspondiente sanción. Ciertamente, el Derecho español no 
contiene una relación de medidas de las que obligatoriamente deba dotarse una empresa para 
ser tratada penalmente con mayor benignidad; sin embargo, cuando se alude a las medidas 
de prevención que se consideran más adecuadas, rara vez suele faltar entre ellas la 
previsión de un procedimiento de denuncia. 
 
Así, por ejemplo, entre los elementos comunes y más habituales en los diversos planes de 
prevención de riesgos de comisión delictiva Ortiz de Urbina Gimeno alude a los siguientes: 1) 
El análisis de riesgos penales; 2) La previsión de un código de conducta; 3) Un sistema de 
información para canalizar las denuncias de posibles whistleblowers; 4) La identificación de 
las líneas de responsabilidad; y 5) El seguimiento interno y externo del programa y su 
revisión periódica34. 
 
 
III.2.A. Procedimiento de denuncia y ejercicio del control debido sobre los 
subordinados (art. 31 bis 1 inciso II CP) 
 
 La previsión de estos procedimientos puede tener relevancia con respecto a la 
posibilidad de atribuir responsabilidad penal a la persona jurídica a través de la vía prevista en 
el segundo inciso del art. 31 bis 1 CP, según la cual ―las personas jurídicas serán también 
penalmente responsables de los delitos cometidos, en el ejercicio de actividades sociales y por 
cuenta y en provecho de las mismas, por quienes, estando sometidos a la autoridad de las 
personas físicas mencionadas en el párrafo anterior [esto es, sus representantes legales y 
                                                 
33  Doctrina de la que ya existen en 2012 más de ciento cincuenta resoluciones del Tribunal Supremo y setecientas si se 
añaden audiencias provinciales. Entre éstas cabe destacar la STS de 2 de febrero de 2009 (ponente Marchena Gómez), que 
trata de precisar el alcance de esta teoría. En general, sobre la ignorancia deliberada RAGUÉS I VALLÈS, La ignorancia, 
passim. 
34  ORTIZ DE URBINA GIMENO, en Ética empresarial, pp. 128-129. También ALONSO GALLO, en Estudios, p. 166, 
alude a estos procedimientos como elemento básico de los programas de cumplimiento. 
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administradores de hecho o de derecho], han podido realizar los hechos por no haberse 
ejercido sobre ellos el debido control atendidas las concretas circunstancias del caso
35
. 
 Según se desprende de este precepto, la persona jurídica no tendrá responsabilidad 
alguna en aquellos casos en los que sus empleados hayan cometido un determinado 
delito escapando a medios de control que ex ante parecían perfectamente adecuados para 
lograr un nivel adecuado de prevención del delito. Es decir, aquellos casos en los que, 
habiendo procedido la empresa de manera plenamente diligente en la implantación de 
mecanismos de control para evitar la comisión de delitos por parte de sus trabajadores, dicho 
delito se haya cometido finalmente por razones que a priori cabría calificar de imprevisibles. 
Así, si bien en la doctrina se discute si los casos de omisión imprudente del debido control 
deben dar lugar a responsabilidad, parece que existe consenso en que castigar a la empresa 
por delitos imprevisibles de sus empleados supondría una vulneración del principio de 
culpabilidad o, en otras palabras, un supuesto de mera responsabilidad objetiva
36
. 
 Si bien el Derecho penal español no contiene regulación específica alguna sobre cuáles 
son las medidas de debido control con las que debe contar una empresa, la disposición de 
canales de denuncia interna parece ser un recurso que, junto con otros, puede permitir al juez 
entender que la empresa ha contado efectivamente con tales medidas y que la realización de 
un concreto delito era algo imprevisible para la compañía. Con todo, conviene subrayar 
que la apreciación global acerca de la eficacia de las medidas de descubrimiento y 
prevención previstas por una empresa no puede limitarse a la valoración de la efectividad 
de una sola medida, sino del conjunto de éstas: en consecuencia, de aquellas compañías que 
cuenten con un procedimiento de denuncia como único instrumento de prevención 
difícilmente podrá decirse que disponen de un sistema eficaz de medidas, del mismo modo 
que parece perfectamente admisible que una empresa que no cuente con tal procedimiento 
pueda compensarlo previendo otros medios que puedan considerarse suficientes. En tal 
sentido debe quedar claro que, hoy por hoy, no existe una obligatoriedad – y, menos aún, una 
obligatoriedad jurídico-penal – de implantación de estos sistemas. 
 Esta última afirmación tiene especial sentido en el caso de empresas de pequeñas 
dimensiones en las que el establecimiento de un sistema de denuncia interna con pretensiones 
reales de anonimato o de confidencialidad no parece que haya de tener especial sentido, al 
igual que puede resultar inviable – tanto fáctica como económicamente – el establecimiento 
                                                 
35  Se comparte la opinión de ORTIZ DE URBINA GIMENO, en Ética empresarial, p. 129, cuando señala que aun cuando 
solo se aluda a los programas de cumplimiento en la relación de atenuantes de la responsabilidad criminal (art. 31 bis 4 d 
CP), ello no obsta a  entender que la referencia a dichos programas no pueda tenerse en cuenta para eximir de  
responsabilidad a la persona jurídica. Este planteamiento también se defiende por BACIGALUPO, DLL, 7442 (2010), 
aptdo. V: La tesis que limita los efectos de un adecuado programa de prevención de riesgos al ámbito de la 
individualización de la sanción es, en un cierto sentido, inconsecuente con el principio de culpabilidad. Parece claro que si 
el programa preventivo puede ser considerado para atenuar o  agravar la sanción media imponible por el delito imputable 
a la persona jurídica, la comprobada ausencia de culpabilidad de organización debería excluir la pena o sanción”. Ver 
igualmente ALONSO GALLO, en Estudios, pp. 156-158. 
36  Que la responsabilidad de las personas jurídicas no puede concebirse de manera exclusivamente objetiva es algo que se 
admite abiertamente, por ejemplo, en la Circular 1/2011 de la Fiscalía General del Estado, p. 35. Cfr. asimismo las 
consideraciones al respecto de ALONSO GALLO, en Estudios, pp. 156-159, a propósito de los llamados "programas de 
cumplimiento" como medidas de prevención del delito; señala este autor (ibídem, p. 159) que, a su juicio, aunque esta 
valoración deberá llevarse a cabo ex ante en la práctica muy probablemente tendrá lugar ex post, por lo que "el riesgo de 
condena existe aun con programa de cumplimiento efectivo". 
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de un cargo o departamento específicos e independientes de recepción e investigación de las 
denuncias recibidas
37
. El hecho de que compañías con estas características no se doten del 
sistema de denuncias no debería interpretarse en su perjuicio en caso de imputación penal, 
siempre que, en contrapartida, se hayan dotado de otras medidas eficaces adecuadas a sus 
condiciones. En todo caso, para que un juez pueda llegar a establecer que la existencia de 
un procedimiento de denuncia, junto con otras medidas, supone que la empresa está 
ejerciendo el debido control sobre sus empleados no bastará con la mera previsión 
formal de este procedimiento, sino que será necesario acreditar que el sistema realmente 
estaba disponible en el momento de suceder el hecho delictivo y se estaba aplicando en unas 
circunstancias que permitan entender que contribuía de manera efectiva al descubrimiento y 
prevención del delito. A tal efecto los elementos que más adelante (infra IV) se propondrán 
para un adecuado diseño de estos programas pueden desempeñar un papel importante en la 
valoración del juez acerca de la efectividad de estos sistemas. 
 Y en este último sentido conviene añadir que, para negar la responsabilidad de una 
concreta persona jurídica, podría tener un interés notable, en caso de que ello fuera posible, 
que la empresa pudiera acreditar haber descubierto (y denunciado) el delito cometido por su 
empleado a través de este procedimiento; o bien, cuando menos, haber descubierto (y 
denunciado) otros hechos con anterioridad, aunque fueran distintos de los anteriores. 
Cualquier prueba que contribuya a mostrar al juez el compromiso permanente de la empresa 
con el respeto a la legalidad y la eficacia del procedimiento de denuncia puede tener 
importancia si se trata de demostrar que la comisión puntual de un delito fue algo imprevisible 
para la compañía y sus directivos. 
 
III.2.B. Procedimientos internos de denuncia como factor de atenuación (art. 31 bis 
4 d CP) 
 
 Como ya se ha expuesto supra, el hecho de implantar procedimientos de denuncia 
interna –o mejorar los preexistentes cuando éstos no hayan logrado prevenir un delito 
efectivamente cometido-, puede ser una causa de atenuación de la pena de conformidad con el 
art. 31 bis 4 apartado d) del vigente Código Penal, aplicable cuando la persona jurídica haya 
“establecido, antes del comienzo del juicio oral, medidas eficaces para prevenir y descubrir 
los delitos que en el futuro pudieran cometerse con los medios o bajo la cobertura de la 
persona jurídica”. 
 Conviene resaltar, de entrada, las diferencias existentes entre esta previsión legal y la 
relativa al ejercicio del debido control sobre los empleados como fundamento de la 
responsabilidad, a la que se ha aludido en el anterior apartado. Así, para entender que el 
procedimiento de denuncia es un factor de debido control de posibles conductas ilícitas por 
parte de los empleados es necesario que dicho sistema estuviera ya previsto y funcionando de 
manera efectiva al momento de suceder los hechos; en cambio, para beneficiarse de esta 
                                                 
37  En el Code of Practice elaborado por Public Concern at Work y la British Standards Institution (cfr. supra nota 23) 
(apt. 0.9) se reconoce el escaso sentido de estas medidas en compañías en las que, por ejemplo, el jefe conoce a todos los 
empleados por su nombre. 
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atenuante basta con que dicho procedimiento – junto con otras medidas eficaces – se 
implante con posterioridad a la comisión del delito y antes de la apertura del juicio oral. 
 Como ya se ha avanzado, el Código Penal no concreta cuáles han de ser dichas medidas 
y no existe hasta la fecha jurisprudencia que permita precisar el alcance de este precepto 
legal. Por su parte la Fiscalía General del Estado en su Circular 1/2011 sobre responsabilidad 
penal de las personas jurídicas se limita a ofrecer unas breves pautas interpretativas – 
ciertamente muy poco elocuentes – sobre dicha previsión legal, afirmando al respecto que éste 
“exige de las empresas una reorganización preventiva e investigadora y el establecimiento de 
medidas eficaces para prevenir y/o evitar, y en su caso, descubrir los delitos”, añadiendo que 
“si bien es cierto que habrá que considerar insuficientes las operaciones de simple mejora de 
la imagen empresarial, también habrá de evitar el excesivo formalismo, de modo que se 
valore en abstracto la aptitud de tales medidas para prevenir y/o detectar razonablemente la 
comisión de delitos en el seno de la corporación”38. 
 Finalmente, conviene precisar que la atenuante en cuestión puede abarcar dos 
situaciones que conviene diferenciar: un primer caso es el de la empresa que, careciendo de 
cualquier medida específica de control del delito, decide implantar medidas eficaces con 
posterioridad al hecho ilícito; y un segundo caso – que también debe considerarse incluido 
en el precepto – es el de aquella que, contando ex ante con medidas no ha conseguido evitar – 
por un deficiente diseño o inaplicación de éstas – la comisión del delito. En este último 
supuesto deberá bastar para aplicar la atenuante con que la empresa con anterioridad a la 
apertura del juicio oral haya corregido aquellas deficiencias observadas en las medidas 
preexistentes que hayan permitido la comisión del delito. 
 
IV. Requisitos del procedimiento de denuncia interna como elemento a considerar 
para una posible exención o atenuación de responsabilidad penal 
 
 Una vez analizados los efectos que la existencia de un procedimiento interno de 
denuncia puede tener para la responsabilidad penal de las personas tanto físicas como 
jurídicas, seguidamente procede analizar cómo deberán diseñarse y aplicarse dichos 
procedimientos para que en Derecho español puedan ser considerados por un juez penal como 
medidas eficaces de prevención y descubrimiento del delito. A tal efecto en las páginas que 
siguen se analizarán separadamente los diversos elementos a tener en cuenta en el diseño de 
estos instrumentos para finalmente efectuar, a modo de conclusión, una propuesta genérica 
sobre los requisitos que un procedimiento interno de denuncia debe cumplir para merecer 
plenamente la anterior consideración. 
 A los efectos de valorar la posible eficacia de los procedimientos de denuncia interna 
resulta fundamental tener en cuenta, desde un buen principio, las limitaciones que la 
normativa vigente en materias no estrictamente penales, como el Derecho laboral o la 
regulación en materia de protección de datos personales, imponen a las empresas que 
pretendan implantar tales sistemas. Como se expondrá en las siguientes páginas, dichos 
sectores del ordenamiento jurídico establecen de hecho – o podrán introducir tal vez en el 
                                                 
38  P. 55 
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futuro – restricciones en el uso de tales procedimientos, unas limitaciones que en ocasiones 
pueden redundar en perjuicio de su efectividad, pero que las empresas necesariamente 
deberán cumplir si no quieren verse expuestas a las sanciones propias de dichos ámbitos de 
regulación. 
Por razones de coherencia del sistema jurídico en su conjunto, parece evidente que el 
hecho de que una compañía decida autolimitar la eficacia de su sistema de denuncia al 
objeto de ajustarlo a la normativa extrapenal vigente en modo alguno podrá valorarse por 
parte del juez penal en perjuicio de dicha empresa. Lo mismo cabe afirmar cuando se trate 
de recomendaciones de organismos públicos – como sucede en el caso de los informes del 
Gabinete Jurídico de la Agencia Española de Protección de Datos – que, aun no teniendo 
carácter vinculante, sitúan a quienes deciden ignorar tales indicaciones en una zona de 
evidente riesgo de cometer una infracción y acabar recibiendo la sanción administrativa 
correspondiente. Sería abiertamente contradictorio promover, por un lado, la implantación 
de programas de cumplimiento para fomentar el compromiso de las empresas con el 
cumplimiento de la legalidad y, al mismo tiempo, perjudicar en el ámbito penal a los 
empresarios que se hubieran esforzado por respetar las leyes. 
 
Lo anterior no obsta, sin embargo, a reconocer que las empresas que decidan dar mayor 
importancia a la efectividad de los sistemas de denuncia que al cumplimiento de la 
normativa extrapenal puedan hacerse acreedoras también de la correspondiente atenuación 
(art. 31 bis 4 d CP). Así, por ejemplo, si desoyendo las recomendaciones de la Agencia 
Española de Protección de Datos una empresa decide implantar un sistema que admite las 
denuncias anónimas (cfr. infra IV.I.B), se estará exponiendo ciertamente a una sanción 
administrativa por tal motivo, pero ello no deberá impedir que, llegado el caso, el juez penal 
pueda valorar la adopción de dicho sistema como una medida eficaz desde una perspectiva 
jurídico-penal. 
 
 Como es obvio, tal conclusión no se basa en un (inexistente) mayor rango de jerarquía 
normativa entre dichas normas o recomendaciones y el Código Penal, sino en la idea de que, 
en la necesidad de interpretar por parte del juez penal qué cabe considerar una “medida 
eficaz” de descubrimiento y prevención del delito, tal concepto debe analizarse desde una 
perspectiva sistemática que tenga en cuenta la realidad empresarial a la que la norma tiene 
que ser aplicada: en tal sentido, no parece de recibo penalizar – o no beneficiar jurídico-
penalmente- a un empresario que haya decidido seguir normas vigentes o recomendaciones 
de organismos públicos. El que dicha interpretación se aplique a un concepto contenido en un 
precepto que tiene efectos atenuatorios de la responsabilidad penal permite acoger sin 
problemas una interpretación claramente favorable al reo como la aquí propuesta. 
 
IV.1. ¿Quién puede denunciar? ¿Son aceptables las denuncias anónimas? 
 
IV.1.A. Potenciales denunciantes: empleados y terceras personas 
 
 Los procedimientos internos de denuncia suelen tener como principales destinatarios a 
los propios trabajadores, lo que se explica seguramente por varios motivos: de un lado, por 
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obvias razones de proximidad, pues son los empleados quienes suelen tener un conocimiento 
más cercano de los hechos ilícitos que pueden realizar sus compañeros o superiores
39
; de otro, 
porque en el caso de los trabajadores la empresa cuenta con recursos para fomentar que dichas 
denuncias se lleven a cabo, imponiendo contractualmente el deber de denunciar o, cuando 
menos, informando a los potenciales denunciantes de la previsión de un canal de denuncia 
cuya existencia no será tan fácilmente conocida, en principio, por personas ajenas a la 
compañía
40
. 
 
La previsión de un deber genérico de denunciar en el contrato de trabajo no parece suficiente 
para convertir a cualquier empleado en garante de la evitación de todos los delitos ajenos de 
los que tenga conocimiento, incluso cuando éstos se estén produciendo de manera 
reiterada o permanente. En tal sentido, dicho compromiso contractual no parece 
bastante para integrar el “ e sp ec i a l  deber jurídico” exigido por el art. 11 CP para que 
concurra un supuesto de comisión por omisión. Cuestión distinta – a resolver por los 
especialistas en Derecho laboral – es si el hecho de incumplir el compromiso contractual 
de denuncia puede tener efectos jurídico-laborales por considerarse que el trabajador que ha 
tenido conocimiento de graves irregularidades cometidas por otros empleados y no lo ha 
puesto en conocimiento de la empresa ha infringido sus obligaciones41. 
 
 Para que estos canales de información puedan ser considerados como una medida 
efectiva de descubrimiento y prevención del delito es evidente que la empresa tiene que dar a 
conocer su existencia entre los empleados
42
; en otras palabras, resulta obvio que la mera 
previsión formal de un procedimiento de denuncia en la documentación de la empresa – o en 
algún lugar más o menos recóndito de su página web – no permite considerar sin más 
dicha medida como eficaz si no es posible acreditar por parte de la compañía que se ha 
informado a los trabajadores de su efectiva existencia y sus condiciones de uso. Tal 
información puede suministrarse por medios muy distintos: mediante la entrega de textos 
informativos en el momento de incorporarse a la empresa, mediante circulares a todos los 
trabajadores en activo, o bien a través de la realización de cursos de formación. En todo 
caso, es altamente recomendable que la información se facilite por medios que, llegado el 
                                                 
39  Señalan algunas fuentes, como el Code of Practice británico en referencia al Institute of Business Ethics (p. 10), que un 
52% de los trabajadores tienen conocimiento desde su puesto de prácticas ilícitas llevadas a cabo en la empresa de la que 
son empleados. 
40  GOÑI SEIN, en Ética empresarial, p. 328, constata cómo algunos códigos de conducta imponen a los empleados el  
deber contractual de  denunciar las  irregularidades que  detecten. El  Code of  Practice británico lo desaconseja por 
razones tanto legales como de efectividad del propio sistema. Según refiere STRACK, pp. 5-6 (con referencias 
adicionales), en Alemania existe algún pronunciamiento de la jurisdicción social que ha rechazado la legalidad de 
imponer contractualmente este deber, mientras que en algunas resoluciones se exige contar con la autorización de los 
representantes de los trabajadores. 
41  MORATO GARCÍA, en Ética empresarial, pp. 442-443, expresa dudas en torno a la legalidad de posibles consecuencias 
negativas para el trabajador que no denuncia comportamientos irregulares de otros empleados, si bien parece más 
dispuesta a aceptar tales consecuencias en caso de trabajadores designados como garantes del cumplimiento de la 
normativa interna (a tal efecto cita la interesante STSJ-Cataluña de 15 de febrero de 2010 [Sección 1.ª de la Sala de lo 
Social, ponente Martínez Fons], que avaló el despido de un responsable de cumplimiento normativo que no informó al 
consejo de administración de ciertos gastos no justificados del director general). 
42  Cfr. el Code of Practice británico, apartado 5, que incluye diversos consejos para dar a conocer la existencia del 
procedimiento entre los empleados y promover su uso, sugerencias que van desde el envío de un mensaje por parte del 
máximo responsable de la empresa cuando se activa el sistema hasta la colocación de carteles en las instalaciones de la 
compañía. Ver asimismo ALONSO GALLO, en Estudios, p. 181. 
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caso, permitan acreditar ante un tribunal que efectivamente los trabajadores fueron 
informados (acuse de recibo en el caso de entrega de documentos, firma de asistencia en el 
caso de cursos etc.). 
 
Conviene asimismo recordar que la información a todos los trabajadores acerca de la 
existencia de estos procedimientos no solo es una exigencia que se vincula con la pretensión 
de que la medida preventiva pueda ser llegada a considerar eficaz por la administración de 
justicia, sino también una exigencia directa de la legislación en materia de protección de 
datos y de derechos de los trabajadores, aun cuando en Derecho español no sea preceptiva la 
obtención de una autorización administrativa previa para la implantación de estos 
procedimientos, sino solo la comunicación a la administración para la inscripción en el 
Registro General de Protección de Datos43. 
 
 Asimismo, con el ánimo de garantizar la credibilidad de las denuncias y evitar abusos 
parece también sumamente recomendable que se informe a los trabajadores de las posibles 
consecuencias –laborales o incluso penales – que pueden sufrir en el caso de denunciar a 
alguien falsamente. Con el mismo propósito es también aconsejable que cuando se dé a 
conocer la existencia de estos procedimientos se informe expresamente a los trabajadores de 
que no podrán sufrir ningún tipo de represalia laboral por el hecho de haber informado de 
buena fe acerca de conductas irregulares. Ello sin perjuicio – conviene añadir – de las 
responsabilidades en las que puedan haber incurrido ellos mismos en caso de haber tomado 
parte en tales hechos, pues es evidente que la empresa no está en condiciones de eximir al 
empleado de tal responsabilidad, especialmente si ésta tiene naturaleza jurídico-penal
44
. 
 
Aunque en países como Estados Unidos la protección legal frente a posible represalias de la 
empresa a trabajadores denunciantes ha sido una de las medidas que se ha destacado como 
más novedosa en la tendencia de los últimos años a incentivar la conducta de los 
whistleblowers, en el Derecho laboral español se da por descontada la absoluta 
improcedencia de cualquier medida que la empresa pueda adoptar en semejantes casos contra 
un trabajador. Con todo, para garantizar la máxima efectividad del procedimiento de 
denuncia no está de más que, en aquella información que al respecto se dé a los trabajadores, 
se les recuerde expresamente que no están expuestos a riesgo alguno de represalia: el hecho 
de disipar cualquier duda que puedan tener al respecto puede contribuir a facilitar que den el 
paso de denunciar45. 
 
 Por otra parte, el que se decida informar a los trabajadores de que el hecho de denunciar 
no les será de utilidad para quedar exentos de responsabilidad en el caso de que ellos mismos 
hayan intervenido en las conductas delictivas que revelen no parece en modo alguno que 
pueda considerarse negativamente al efecto de valorar la eficacia del procedimiento en tanto 
que medida de descubrimiento o prevención del delito. Aun cuando, ciertamente, tal aviso 
pueda tener en la práctica un efecto desincentivador de las denuncias, resultaría difícilmente 
explicable que alguien pudiera verse perjudicado por informar a otra persona de las 
                                                 
43  Cfr. las oportunas referencias en GOÑI SEIN, Ética empresarial, pp. 339-340. También en el Dictamen 1/2006 del 
Grupo de Trabajo se alude a la obligación de informar a los trabajadores de la existencia de estos procedimientos. 
44  Interesantes al respecto las consideraciones del Code of Practice británico, especialmente apartados 4.8 y 4.9. 
45  Algunos códigos éticos – como en España el de IBERDROLA 
(«http://www.iberdrola.es/webibd/gc/prod/es/doc/normascodigoiberdrola.pdf», consultado el 27/03/12) – contienen tales 
avisos, estableciendo que “El Grupo se compromete a no adoptar ninguna forma de represalia, directa o indirecta, contra 
los profesionales que hubieran comunicado a través del Buzón ético una actuación (...)”. 
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consecuencias jurídicas de sus actos, viéndose privilegiado frente a quien simplemente ha 
decidido guardar silencio. Y, por razones obvias, de ninguna manera parece aconsejable 
que, con el objeto de animar a los empleados a denunciar, las empresas prometan exenciones 
penales que no dependen de ellas. 
 En tal circunstancia, seguramente la solución más equilibrada para intentar mantener la 
máxima eficacia en el descubrimiento de delitos y, a la vez, actuar lealmente con el trabajador 
denunciante sea advertirle de que la denuncia no le eximirá de su responsabilidad en el 
caso de que haya intervenido en  el delito denunciado, pero poniendo en su 
conocimiento que la Ley prevé atenuaciones importantes para quien contribuya 
activamente al descubrimiento de tales hechos. 
 
El Code of Practice británico, por ejemplo, no descarta la posibilidad de que las empresas 
prometan retribuciones económicas en caso de que la información del empleado evite a la 
empresa importantes perjuicios. En todo caso, aconseja este texto que el otorgamiento de la 
recompensa quede a discreción del consejo de administración y no se comprometa al diseñar 
el procedimiento46. Desde un punto de vista jurídico nada parece oponerse en España a que 
una empresa decida proceder de este modo, debiendo valorarse en todo caso los riesgos de 
que la implantación de unos incentivos tan sustanciosos pueda redundar en un deterioro del 
clima de compañerismo necesario en cualquier empresa. Precisamente por este motivo, 
no parece que hoy por hoy el hecho de no establecer estos estímulos – que no consta que 
se apliquen por ninguna empresa española – deba ser valorado de forma negativa por un juez 
penal en el momento de ponderar la eficacia de un procedimiento de denuncia en tanto que 
medida de prevención. 
 
 El que los trabajadores sean los principales destinatarios de estos sistemas de denuncia 
no obsta a que en determinados casos puedan ser personas ajenas a la empresa quienes 
tengan conocimiento de hechos ilícitos cometidos por empleados o directivos de ésta
47
. Por 
poner un ejemplo, a menudo nadie mejor que un proveedor estará en condiciones de 
denunciar ciertos actos de corrupción por parte de trabajadores, como la exigencia de 
ciertas comisiones para la contratación de determinados servicios o productos. En 
determinados casos pueden ser los clientes, en tanto que perjudicados, quienes mejor 
conozcan ciertas actuaciones fraudulentas llevadas a cabo por empleados de una compañía. O 
incluso los subcontratistas pueden tener en ocasiones información relevante
48
. 
 Por estos motivos, una empresa que quiera garantizar la máxima efectividad de su 
procedimiento de denuncia no debería limitar su alcance a los trabajadores, sino que debería 
hacerlo también accesible a terceros con los que tenga algún tipo de relación en ámbitos 
en los que se aprecie un riesgo de actuación delictiva. Ciertamente en este último caso será 
más complicado, por regla general, informar al potencial denunciante de la existencia del 
procedimiento de denuncia, pero las dificultades de ninguna manera parecen insalvables: 
                                                 
46  Apartado 5.10. 
47  GOÑI SEIN, Ética empresarial, p. 325, advierte la creciente disposición en la práctica a ampliar el acceso a los 
canales de denuncia a cualquier potencial informante, no necesariamente empleado. En Estados Unidos, por ejemplo, la 
Federal Deposit Insurance Corporation recomienda que para garantizar la máxima eficacia de las hot lines se informe 
de su existencia no solo empleados, sino a clientes y proveedores (Financial Institution Letter 80/2005. Cfr. supra nota 
47). 
48  Cfr. las recomendaciones del Code of Practice británico (apartado 4.3) acerca de los subcontratistas como potenciales 
denunciantes. 
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además de la previsión genérica del correspondiente buzón de denuncia en la página web 
cabe imaginar otros medios de información, como avisos en los correos electrónicos o en los 
documentos que se entregan a los clientes (presupuestos, albaranes, facturas). En tal sentido 
no puede ignorarse que ciertos denunciantes externos – por ejemplo, los clientes – pueden 
mostrar una mayor disposición a denunciar que los empleados, al no hallarse sujetos a 
posibles represalias como en el caso de empleados o proveedores: consecuentemente, no 
existe ninguna justificación razonable para excluir a tales sujetos del círculo de informantes 
potenciales. 
 Por todo ello, a modo de conclusión de este subapartado, cabe afirmar que una empresa 
que quiera obtener del juez penal una valoración lo más favorable posible de su sistema 
interno de denuncia en tanto que medio de descubrimiento y prevención del delito no debería 
limitar al propio personal el alcance de dicho sistema, sino extenderlo a cualquier potencial 
denunciante. 
 
IV.1.B. Anonimato y confidencialidad 
 
 Especialmente dudosa resulta en España la cuestión de si en el diseño de estos 
procedimientos cabe aceptar o no las denuncias anónimas o aquellas en las que el sujeto se 
identifica mediante seudónimo. Desde el punto de vista exclusivo de la eficacia en la 
prevención del delito puede parecer, de entrada, que un sistema que acepta denuncias 
anónimas cuenta con una mayor capacidad de descubrir delitos frente a otro que rechace por 
principio tales informaciones
49
. Así, es perfectamente posible que trabajadores predispuestos 
a denunciar no lo hagan si tienen que identificarse, ya sea por temor a represalias o 
sencillamente por no querer ser vistos como delatores por sus propios compañeros. Sin 
embargo, aunque un sistema que admita el anonimato puede ayudar a vencer estos miedos, no 
puede pasarse por alto que el hecho de que no sea necesario revelar la identidad del 
denunciante aumenta el riesgo de que el buzón de denuncia se utilice para realizar falsas 
imputaciones, aunque este peligro puede conjurarse exigiendo al denunciante anónimo que 
aporte algún tipo de evidencia de sus afirmaciones para que éstas puedan considerarse 
verosímiles y den lugar a una investigación interna
50
. 
 Sea como fuere, lo cierto es que hoy por hoy en España la regulación administrativa de 
la materia parece no aceptar la posibilidad del anonimato  en el caso de aquellos 
sistemas que comporten tratamiento automatizado de datos o, por lo menos, tal interpretación 
de la Ley Orgánica 15/1999 es la que sostiene la Agencia Española de Protección de 
                                                 
49  Ello por más que en el Dictamen 1/2006 (p. 11) se apunte a que la admisión de denuncias anónimas puede ir en 
detrimento de la eficacia de la medida, entre otros motivos, por una supuesta mayor dificultad de las investigaciones 
cuando el denunciante no se identifica, la menor fiabilidad que en principio cabe atribuir a las fuentes anónimas o, 
incluso, el riesgo de dañar la convivencia entre empleados. 
50  El Code of Practice británico aconseja que no se incentiven las denuncias anónimas, no por tanto razones de legalidad, 
sino porque el anonimato dificulta las posteriores investigaciones o el contacto con la persona denunciante y propicia el 
abuso de las denuncias (4.5.4) 
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Datos en el informe n.º 2007/0128 de su Gabinete Jurídico
51
. Una opinión más estricta, por 
cierto, a la imperante en Estados Unidos, donde la legislación permite garantizar a las 
empresas el anonimato a las denuncias internas
52
, a la previamente expuesta por el Dictamen 
elaborado por el Grupo de Trabajo comunitario
53 
o, incluso, a las recomendaciones 
contenidas en el Código Unificado de Buen Gobierno de la CNMV española
54
. 
 
Lo que se dice concretamente en el Dictamen del Grupo de Trabajo es que ―por lo que 
respecta a las normas de protección de datos, los informes anónimos plantean un problema 
específico con respecto al requisito esencial de que los datos personales solo deberían 
recopilarse de manera leal. Como norma, el Grupo de Trabajo considera que solo los 
informes identificados deberían comunicarse a través de programas de denuncia de 
irregularidades para satisfacer este requisito. “Sin embargo, se añade a renglón seguido que 
el Grupo de Trabajo es consciente de que algunos denunciantes podrían no encontrarse 
siempre en situación o tener disposición psicológica para presentar informes identificados. 
También es consciente del hecho de que las quejas anónimas son una realidad dentro de las 
sociedades, incluso y especialmente en ausencia de sistemas de denuncia de irregularidades 
confidenciales y organizados, y que esta realidad no puede ignorarse”. Y se concluye 
admitiendo la posibilidad excepcional de admitir tales denuncias si no se fomenta el 
anonimato y se dedica un especial cuidado y celeridad a las investigaciones55. 
 
 En tales circunstancias, y por razones ya expuestas (cfr. supra IV), no parecería 
aceptable una interpretación que, desde el punto de vista del Derecho penal español, 
perjudicara a aquellas empresas que no incluyeran la posibilidad del anonimato interpretando 
los tribunales, por ejemplo, que por no haber incluido tal opción de denuncia anónima la 
empresa habría renunciado a dotar sus procedimientos del grado de eficacia necesario para 
beneficiarse de la correspondiente atenuación. La pretensión de que estos procedimientos solo 
se activen cuando la información sea creíble parece una razón adicional perfectamente 
legítima para no incluir la opción del anonimato. 
 Con todo, conviene no perder de vista que el que la posibilidad de denuncias anónimas 
no se contemple en los procedimientos prefijados de denuncia no significa que los 
responsables de una empresa no puedan de facto acabar recibiendo tales denuncias por otras 
vías y no estén obligados a reaccionar cuando reciban tales informaciones, especialmente si 
éstas revisten cierto grado de verosimilitud
56
. El haber permanecido impasible ante tales 
                                                 
51  Apartado 5 del Informe «https://www.agpd.es/portalwebAGPD/canaldocumentacion/informes_juridicos/otras_ 
cuestiones/index-ides-idphp.php» (consultado el 13/03/12). Crítico con esta perspectiva, y con la del grupo de trabajo 
europeo, ALONSO GALLO, en Estudios, pp. 183-184. 
52  QUIGLEY, SCLR, 52 (2012), p. 292. 
53  GOÑI SEIN, Ética empresarial, p. 337, pone de manifiesto cómo el informe español es mucho más restrictivo con las 
denuncias anónimas, añadiendo en tal sentido que ―la prohibición de aceptar denuncias anónimas coloca en una muy 
difícil coyuntura a las empresas estadounidenses con presencia en territorio español porque se enfrentan, por un lado, 
al riesgo de ser sancionadas por la  Agencia Española de Protección de Datos si  no cumplen con la  orientación 
indicada y, por otro, se exponen a  que  las autoridades de los EE.UU. les sancionen si no cumplen con las 
exigencias de la Ley SOX de permitir presentar denuncias de forma anónima”. 
54  P. 44. 
55  P. 11-12. 
56  Se coincide plenamente en este punto con lo manifestado por GOÑI SEIN, Ética empresarial, p. 338, en su crítica por 
poco práctica a la postura de la Agencia Española de Protección de Datos. Desde un punto de vista jurídico-penal es 
más evidente aun, si cabe, que una empresa no puede permanecer impasible ante la recepción de facto de información 
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denuncias puede ser indicio evidente de una falta de ejercicio del debido control sobre los 
empleados que permita sostener la responsabilidad de la persona jurídica en los términos del 
inciso II del art. 31 bis 1 CP o, incluso, del dolo de los directivos responsables, pudiendo 
servir como fundamento tanto de responsabilidad de la persona jurídica como de personas 
físicas. En consecuencia, en el diseño de los respectivos procedimientos parece recomendable 
prever que cuando, pese a todo, se reciba una denuncia anónima verosímil la empresa actuará 
igual que en los casos de denuncias procedentes de sujetos identificados. 
 Aun cuando no se admitan las denuncias anónimas, en aras de proporcionar mayor 
eficacia del sistema sí parece aconsejable en cambio – como de hecho ya es frecuente en la 
práctica
57
 – garantizar a los denunciantes de buena fe que la empresa mantendrá la 
confidencialidad respecto de su identidad, al objeto de evitar las posible represalias que 
puedan provenir de las personas denunciadas. El citado informe del Gabinete Jurídico de la 
Agencia Española de Protección de Datos considera que la confidencialidad es plenamente 
compatible con el marco legal vigente en materia de protección de datos y que de dicha 
legislación no puede extraerse de ningún modo el derecho del denunciado a acceder a la 
identidad del denunciante
58
. Con todo, no puede perderse de vista que, por lo menos en 
España, dicha confidencialidad no podrá garantizarse a los informantes hasta el punto de 
que la empresa pueda negarse a facilitar dicha información si se la requiere un juez: si tal 
requerimiento se produce la empresa deberá revelar tal identidad o los responsables de la 
negativa podrán incurrir en un delito de desobediencia
59
. 
 
IV.2. ¿Quién puede ser denunciado y por qué hechos? 
 
 Para valorar la eficacia ex ante de un sistema de denuncia como medida de 
descubrimiento y prevención del delito parece aconsejable que cualquier persona relacionada 
con la empresa – sea directivo o trabajador – sea susceptible de ser denunciado a través de 
dicho procedimiento. En tal sentido, la limitación de los posibles denunciados requerirá de 
una justificación muy adecuada en el caso particular, pues de otro modo podrá ser vista por el 
juez penal como una muestra de falta de voluntad de contribuir a que se descubran 
determinados hechos. 
 
En tal sentido conviene tener presente que el marco legal vigente en materia de protección de 
datos no impone ninguna limitación en cuanto a los posibles denunciados o eso es, al menos, 
lo que se desprende del Dictamen 1/2006 citado supra, en el que el Grupo de Trabajo “deja 
a la discreción de los responsables del tratamiento de datos, con posible verificación de las 
                                                 
anónima verosímil y, en consecuencia, parecería mucho más adecuado que tal hipótesis se regulara adecuadamente en los 
procedimientos de denuncia. 
57  Cfr. por  ejemplo el Código de Conducta de SACYR VALLEHERMOSO, p. 38 (localizable en 
«http://www.gruposyv.com/syv/repositorio/syv/ficheros/14/CODIGODECONDUCTASYV2010.pdf», consultado 
27/03/12) o el IBERDROLA (cfr. supra nota 45), p. 12. 
58  Cfr. apartado V del Informe 2007/0128. 
59  De hecho, el aviso de que la confidencialidad no podrá preservarse en caso de reclamación de las autoridades  tanto  
administrativas  como  judiciales  se  contiene  en  Códigos  de  Conducta  como,  por ejemplo, el de IBERDROLA 
«http://www.iberdrola.es/webibd/gc/prod/es/doc/normascodigoiberdrola.pdf» (p. 12, consultado el 23/03/12). 
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autoridades competentes, la determinación de si dichas restricciones son adecuadas en las 
circunstancias específicas en las que operen”60. 
 
 Otra decisión importante a la hora de diseñar estos instrumentos de información es la 
relativa a la conveniencia de acotar los posibles objetos de denuncia o bien, por el contrario, 
permitir al denunciante la máxima libertad en el relato de los hechos denunciados. La primera 
opción – es decir, la limitación del objeto de denuncia – puede llevarse a cabo sin especiales 
dificultades técnicas a través, por ejemplo, de un diseño de los aplicativos de denuncia on line 
que obligue al denunciante, mediante un catálogo cerrado de infracciones, a especificar el 
motivo de su denuncia y puede tener como ventaja el actuar como filtro de informaciones 
sobre hechos carentes de toda trascendencia desde un punto de vista jurídico. Desde una 
perspectiva penal, ambas opciones parecen perfectamente admisibles, siempre y cuando, 
en el caso de optarse por la primera, se incluya un catálogo amplio de infracciones 
susceptibles de denuncia, pues una relación excesivamente limitada podría interpretarse como 
una muestra por parte de la empresa de falta de interés en recibir información acerca de 
determinados hechos. 
 En todo caso, aun cuando se opte por un sistema que acote las posibles irregularidades 
objeto de una eventual denuncia parece aconsejable reservar siempre un espacio para que 
el denunciante pueda exponer con sus propias palabras los hechos de los que haya tenido 
conocimiento, pues no cabe descartar que en el diseño del aplicativo se haya omitido incluir 
algunas potenciales irregularidades o que el empleado tenga dudas en el momento de 
encuadrar los hechos denunciados en una determinada categoría. Asimismo es muy 
recomendable también facilitar técnicamente la posibilidad, en el caso de aplicativos en 
línea, de que el informante pueda adjuntar elementos de prueba – obviamente documental – 
que doten de mayor verosimilitud a su denuncia y faciliten una posterior investigación 
interna. 
 
IV.3. ¿Ante quién hay que denunciar? 
 
 En Derecho español no existe hoy por hoy una obligación legal o de otro tipo que 
imponga que receptor de la denuncia haya de ser un determinado cargo o departamento dentro 
de la empresa
61
. Solo a título de recomendación en el Código Unificado de Buen Gobierno de 
la CNMV se sugiere a las sociedades cotizadas que encomienden al Comité de Auditoría el 
establecimiento y seguimiento de procedimientos de whistleblowing interno
62
. Por su parte, el 
Dictamen 1/2006 del Grupo de Trabajo establece algunas directrices para el Derecho de 
                                                 
60  P. 11. 
61  Sobre esta cuestión GOÑI SEIN, Ética empresarial, p. 326 ss. Este autor pone de manifiesto, con mención de 
concretos ejemplos, cómo en la práctica el sujeto receptor de las quejas varía de unas compañías a otras. La Sarbanes-
Oxley Act, en cambio, impone que las denuncias vayan directamente la comisión de auditoría. 
62  BACIGALUPO, DLL, 7442 (2010), aptdo VI, atribuye la tarea a un departamento especializado de cumplimiento 
normativo con un compliance officer al frente, vinculándose dicho departamento con las competencias de las 
comisiones de cumplimiento y de control interno a las que se refieren las recomendaciones 44 y 45 del Código 
Unificado de Buen Gobierno de las Sociedades Cotizadas‖. Sobre los  departamentos encargados del cumplimiento 
normativo en la empresa cfr. ALONSO GALLO, en Estudios, pp. 170-171. 
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protección de datos que parecen también plenamente trasladables al ámbito jurídico-penal. Se 
recomienda, en concreto, que las empresas establezcan “una organización específica dentro 
de la sociedad o del grupo dedicada a tratar los informes de los denunciantes y que dirija la 
investigación” añadiendo que esta organización “deberá estar compuesta de personal 
especialmente formado y dedicado, limitado en su número y vinculado contractualmente por 
obligaciones”. Asimismo se señala que “este sistema de denuncia de irregularidades debería 
estar estrictamente separado de otros departamentos de la sociedad, tales como el 
departamento de recursos humanos”63. Estas previsiones se inspiran en la denominada 
“política de puerta abierta” con la que se busca "crear canales de comunicación que permitan 
que el empleado se dirija directamente a la dirección sin pasar por sus superiores 
jerárquicos”64. 
 En cambio, el Code of Practice elaborado por Public Concern at Work y la British 
Standards Institution (apt. 3.2) recomienda que en el procedimiento estén implicados los 
departamentos de auditoría interna, cumplimiento normativo y recursos humanos, con la 
finalidad en este último caso de garantizar que intervendrán en la investigación interna las 
personas más adecuadas, pero sin participar directamente en la investigación, para de este 
modo no perder independencia a la hora de tomar decisiones. Este texto, por cierto, 
recomienda asimismo que en la información que se dé a los empleados sobre los 
procedimientos de denuncia se les aconseje que, en primera instancia, denuncien ante sus 
superiores inmediatos, como recurso más sencillo y natural dentro de la propia organización 
de la empresa
65
. 
 Tomando los anteriores ejemplos como referencia, pueden proponerse algunas 
directrices en el diseño de este aspecto del procedimiento interno de denuncia al efecto de 
poder hacerlo valer como medida eficaz de descubrimiento y prevención del delito ante un 
tribunal. En primer lugar, parece aconsejable que el receptor de la denuncia sea una persona 
con conocimientos jurídicos suficientes para discriminar de entrada aquellas informaciones 
que pueden tener interés de aquellas otras que carecen de total relevancia ya no solo 
jurídico-penal, sino legal. En muchos casos es posible que la persona denunciante no solo 
quiera revelar determinados hechos, sino también pedir consejo sobre cómo proceder en 
adelante: una razón de más para asegurar que la persona que le asesore cuente con 
conocimientos fiables acerca de las consecuencias futuras del comportamiento del 
whistleblower.
66
 
 En segundo término debe tratarse de una persona o grupo de personas que, dentro de la 
estructura empresarial, gocen de independencia respecto de aquellos departamentos con 
mayor riesgo de realización de prácticas ilícitas, ya sea por comisión activa o en comisión 
por omisión y estén en condiciones reales de garantizar la confidencialidad a la persona 
denunciante
67
. Como afirma en Estados Unidos la Federal Deposit Insurance Corporation 
                                                 
63  P. 16-17. 
64  ALONSO GALLO, en Estudios, p. 180. 
65  Apartado 4.4.1. 
66  En tal sentido textos como el Code of Practice elaborado por Public Concern at Work y la British Standards Institution 
(apt. 3.7) diferencian incluso entre las hotlines de denuncia y las helplines de asesoramiento. 
67  En tal sentido afirma GOÑI SEIN, en Ética empresarial, pp. 350-351 que “una premisa básica para la identificación de 
las conductas fraudulentas o irregulares mediante denuncia no anónima es la existencia de un órgano independiente de 
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“cuanta más independencia se utilice para administrar una hot line mayor confianza tendrán 
los denunciantes para informar de irregularidades”68. 
 Además, los citados sujetos deben tener capacidad de impulsar –  como se expondrá 
en el apartado siguiente –  la correspondiente investigación interna y también posibilidad de 
acceso directo no solo a los órganos de dirección y administración de la empresa, sino a otros 
posibles órganos de control o a los socios. Con esta última previsión se pretende dotar al 
cargo en cuestión de autonomía suficiente en caso de que las denuncias recibidas informen de 
posibles irregularidades cometidas por los más altos cargos de la empresa. Lo que no parece 
imprescindible, en cambio, es que se trate de un cargo ad hoc cuyo único objetivo sea la 
gestión de denuncias: tal opción dependerá de las dimensiones de la empresa, resultando 
evidente que a empresas pequeñas o medianas no se les puede exigir, para medir la eficacia 
de sus medidas de control, la previsión de tales cargos específicos con la carga económica 
que suponen. 
 En aras de garantizar la máxima confidencialidad e independencia, en la práctica 
algunas empresas han optado por externalizar los sistemas de recepción y tratamiento de 
denuncias, que pasan a depender de otra sociedad cuyos servicios se contratan. En unos 
casos la externalización solo alcanza a la implantación y mantenimiento del aplicativo on line 
y a la recepción de la información, que inmediatamente es canalizada hacia el departamento 
competente para investigarla. En otros casos, en cambio, el servicio incluye la realización 
por parte del proveedor externo de la investigación interna que se efectúa para comprobar la 
veracidad de la denuncia
69
. Algunas empresas multinacionales han recurrido a este sistema 
porque les permite extender su ámbito de aplicación a todos los países en los que operan sus 
filiales y resolver posibles problemas idiomáticos, ya que estos proveedores suelen garantizar 
el funcionamiento del procedimiento en numerosas lenguas. En Alemania, por ejemplo, es 
frecuente distinguir entre dos grandes clases de receptores de denuncias: el compliance 
officer interno y el ombudsman externo, que suele ser un abogado
70
. 
 Esta forma de organización puede tener especial sentido en el caso de empresas 
pequeñas o medianas, a las que por regla general resultará costoso el mantenimiento de una 
estructura ad hoc de recepción e investigación de denuncias y tendrán dificultades para 
garantizar independencia a los cargos responsables de dicha actividad. Sin embargo, desde un 
punto de vista penal, la externalización no debe ser considerada por principio un método más 
adecuado de gestión de las denuncias pues, al fin y al cabo, la empresa externa tendrá 
también un interés económico evidente en satisfacer las expectativas de la compañía que 
haya decidido contratarle y ello la expone a presiones no muy distintas a las que pueden 
                                                 
gestión de las denuncias (...) el mecanismo de denuncia debe presentar las características de un sistema imparcial y 
objetivo o, de lo contrario, su valencia o eficacia será nula”. 
68  Financial Institution Letter 80/2005 (cfr. supra nota 47, consultado el 25/09/12). 
69  El Code of Practice británico (supra nota 2, apartado 3.8) subraya la necesidad de que estos sistemas se ajusten a la 
normativa aplicable en materia de protección de datos personales. 
70  Cfr. en tal sentido LUTTERBACH, Die strafrechtliche Würdigung, p. 50 y KOCH, ZIS, 10/2008, p. 501. Según este 
último autor, a diferencia de los compliance officers los abogados externos tienen un deber de confidencialidad 
garantizado penalmente y no están obligados a declarar como testigos. 
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sufrir ciertos cargos ad hoc situados en la propia estructura empresarial
71
. Por otra parte, 
aunque la empresa contratada pueda recibir denuncias, e investigar incluso si se la faculta 
para ello, la toma de decisiones a partir del resultado de dicho procedimiento (posibles 
despidos o denuncias penales, por ejemplo) seguirá correspondiendo a los responsables de la 
empresa contratante, de tal manera que si, llegado el caso, éstos tienen interés en tratar de 
ocultar las irregularidades podrán igualmente hacerlo
72
. 
 Por último cabe, señalar que otra forma válida de externalización de denuncias es 
aquella en la que la recepción de la información y las posteriores potestades de investigación 
y decisión se encuentran en manos de un órgano externo del que, en virtud de su voluntad de 
autoregularse, se hayan dotado las empresas de un determinado sector. 
 
El ejemplo más evidente en España es el Reglamento de los Órganos de Control del Sistema 
de Autoregulación de la Industria Farmacéutica, que tiene como cometido velar por el 
cumplimiento de los códigos de conducta de este sector y, en especial, del Código de 
Buenas Prácticas de Promoción de Medicamentos y de Interrelación de la Industria 
Farmacéutica con los Profesionales Sanitarios73. El art. 8.1 de este texto dispone que “el 
procedimiento se incoará por denuncia de cualquier persona que tenga interés legítimo en 
que se proceda en relación con una determinada actividad de interrelación con los 
profesionales sanitarios o con las organizaciones de pacientes, o por denuncia de la 
Unidad de Supervisión Deontológica”74. 
 
IV.4. ¿Cuáles deben ser los canales de denuncia? 
 
 Cabe imaginar diversos canales posibles para que la información del empleado o tercero 
denunciante llegue a los encargados de impulsar las correspondientes investigaciones, entre 
los que cabe citar como más frecuentes el correo postal y electrónico, el teléfono o el fax. De 
entrada, parece que una empresa que quiera asegurarse completamente de que su sistema será 
valorado como eficaz por un juez penal debería prever todos los medios posibles de recepción 
de información. Sin embargo, también es cierto que, una vez previsto el correo electrónico, 
poco añaden en términos de efectividad el correo postal, el teléfono o el fax, de tal modo que 
no parece que existan razones de peso para entender que una empresa que dispone de un 
sistema accesible de correo electrónico pueda verse perjudicada en términos jurídico-penales 
por no haberse dotado de medios adicionales. 
 Por el contrario, sí parece desaconsejable prever un sistema que solo admita la denuncia 
mediante correo postal, pues la poca agilidad de este medio – en comparación con los 
                                                 
71  En caso de externalización deben cumplirse, además, ciertas exigencias específicas de la normativa en materia de 
protección de datos: cfr. al respecto GOÑI SEIN, Ética empresarial, p. 352 y el Dictamen 1/2006 pp. 17-18. 
72  Como afirma GOÑI SEIN, Ética empresarial, pp. 352-353, “de nada sirve encargar a un proveedor externo la 
investigación, si no se proporcionan garantías de independencia por parte de las personas que reciban esta información, 
lo que es especialmente importante cuando la denuncia involucre a implique directa o indirectamente a la dirección 
ejecutiva o a los responsables de la empresa”. 
73  Cfr. «http://www.farmaindustria.es/Farma_Public/Codigo/CPS/index.htm» (consultado el 01/04/12). 
74  Se trata, no obstante el tenor del precepto, de un procedimiento claramente pensado para que sean empresas 
competidoras las que procedan a denunciar las prácticas ilícitas pues las exigencias formales de las denuncias son 
numerosas (necesidad de aportar original y seis copias y de cumplimentar diversos apartados relacionados en el propio 
texto: cfr. apartado 8.2). 
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restantes – puede ser interpretada por un juez como muestra de un interés escaso en la 
recepción de denuncias por parte de la empresa. De modo general esta idea puede extenderse, 
a cualquier sistema que imponga al sujeto interesado en denunciar excesivas cargas formales 
(presentación de copias escritas, cumplimentación de determinados formularios o modelos 
especialmente farragosos, etc.). En caso de optarse por el teléfono – ya sea como único canal 
o además de otros – conviene no olvidar la necesidad de contar con medios que permitan 
grabar las conversaciones a fin de que, si es necesario, posteriormente puedan ser utilizadas 
como justificación de la investigación interna que se llevará a cabo y, eventualmente, como 
prueba en un juicio. 
 Con independencia del canal escogido parece también sumamente aconsejable que el 
canal de denuncia (ya sea un número telefónico o una dirección electrónica o postal) se 
dedique específicamente al envío y recepción de denuncias y que solo puedan acceder a dicho 
canal las personas expresamente autorizadas para ello. De esta manera se logrará garantizar la 
efectiva confidencialidad del medio o los medios previstos como una de las exigencias básicas 
que en todo caso estos procedimientos deben cumplir para su efectividad
75
. Por último, 
conviene valorar también positivamente la posibilidad que ofrecen algunos sistemas on line 
de que el aplicativo de denuncia no solo permita el envío de información, sino también que el 
responsable de su gestión pueda comunicarse con el denunciante para aclarar los términos de 
la información aportada por éste
76
. Semejante opción debe permitir descartar con mejor 
conocimiento de causa aquellas informaciones carentes de todo interés, al mismo tiempo que 
puede facilitar la obtención de pruebas que acrediten el hecho denunciado. 
 Conviene tener en cuenta asimismo que, en la medida en que estos sistemas comportan 
el almacenamiento de datos personales, las condiciones de su implantación está regulada en 
la legislación española sobre la materia. En tal sentido, la interpretación de esta legislación 
defendida por el Gabinete Jurídico de la Agencia Española de Protección de Datos en la ya 
mencionada respuesta a una consulta de 2007 fija una serie de pautas en cuestiones tales 
como el tiempo máximo de almacenamiento de la información, las medidas de seguridad 
aplicables, el derecho de acceso o los requisitos para la transferencia de datos al extranjero 
etc., cuyo seguimiento por parte de una determinada empresa en modo alguno debería ser 
valorada negativamente por un juez penal aun cuando la voluntad de respetar tales 
limitaciones pueda suponer en ocasiones una menor efectividad en el empleo de tales 
procedimientos. 
 
IV.5. ¿Cuál debe ser la primera reacción de la empresa? 
 
 La reacción más adecuada por parte de una empresa, una vez recibida una denuncia, es 
proceder a confirmar la veracidad de la información recibida. Ciertamente, la empresa tiene 
también la opción de poner inmediatamente los hechos en conocimiento de las autoridades 
para que sean éstas las que procedan a su investigación: sin embargo, de ningún modo puede 
                                                 
75  Cfr. al respecto las consideraciones de GOÑI SEIN, Ética empresarial, p. 325. 
76  Ofrecen tal posibilidad sistemas como el “Business Keeper Monitoring System” («http://www.business-
keeper.com/the-basic-principle.html», consultado 29/03/12). 
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defenderse la existencia de un deber de denuncia inmediata por parte de la compañía sin 
proceder antes a una comprobación mínima de la veracidad de la información recibida. En tal 
sentido, conviene tener presente que el hecho de trasladar sin más a las autoridades tal 
información conlleva el riesgo de perjuicios más o menos severos en la reputación no solo de 
la propia empresa, sino también de los trabajadores denunciados. De ahí que, en todos los 
sentidos, resulte muy aconsejable verificar la realidad de la denuncia antes de remitirla a la 
policía, la fiscalía o el juzgado. O, expresado en los términos del art. 31 bis 4 CP, que la 
eficacia del procedimiento establecido por una persona jurídica para el descubrimiento y la 
prevención del delito en modo alguno puede verse cuestionada por el hecho de haber previsto 
un procedimiento interno de investigación como primera respuesta. 
 Por otra parte, en términos de efectividad en el descubrimiento del delito una 
investigación interna previa puede resultar más ágil y aportar resultados más esclarecedores 
que si debe esperarse a la actuación de funcionarios públicos. Con todo, la denuncia 
inmediata a las autoridades sí parecerá exigible en aquellos casos en los que estén en riesgo 
importantes intereses de terceros, o bien cuando sea imprescindible y urgente la práctica de 
diligencias restrictivas de derechos fundamentales (una entrada y registro para evitar la 
pérdida de instrumentos, efectos o ganancias del delito) o la adopción de medidas cautelares 
(para evitar la destrucción de pruebas de gran importancia, por ejemplo). 
 Los términos de la investigación interna podrán variar, obviamente, de un caso a otro, 
de ahí que la regulación de todos sus pormenores en el sistema de denuncia no sea en 
principio exigible
77
. En este último sentido es importante diferenciar el procedimiento stricto 
sensu de aquella información sobre dicho procedimiento que se da a sus potenciales usuarios, 
ya sea a través de páginas web o de canales internos como pueden ser intranets, cursos de 
formación etc. En aras de garantizar la eficacia de tales medidas parece sin duda aconsejable 
que se informe al potencial usuario de aquellos datos que pueden incentivar la denuncia 
(confidencialidad, protección frente a represalias etc.). En cambio, en nada obsta a dicha 
efectividad el que determinados aspectos del procedimiento  (como todo lo relativo a las 
investigaciones internas) pueda tener carácter reservado, sin perjuicio de informar al 
trabajador denunciado cuando sus derechos los exijan. 
 El concreto diseño de los procedimientos de investigación no será analizado con 
profundidad en el presente trabajo. Sin embargo, algunos elementos básicos de dicha 
investigación sí parece conveniente que se tengan en cuenta en el momento de diseñar el 
procedimiento de denuncia: 
 a) En primer lugar, el proceso de designación de la persona o personas encargadas de 
llevar a cabo la investigación. En tal sentido, un primer consejo evidente parece ser excluir 
de los candidatos a personas que, por acción u omisión, puedan haber contribuido a la 
conducta irregular que debe investigarse. 
 b) Si para llevar a cabo la investigación es necesario contar con conocimientos 
especializados o con la ayuda de técnicos (para detectar, por ejemplo, la presencia de 
productos contaminantes en los alimentos que produce una empresa o en los residuos que 
                                                 
77  Advierte GOÑI SEIN, Ética empresarial, p. 327, cómo en la mayoría de ―líneas éticas‖ accesibles al público la 
información que se da a los usuarios sobre las reacciones de la empresa una vez recibida la información es más bien 
escasa, lo que se explica a su juicio por la voluntad de generar un clima favorable a la denuncia. 
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genera) la empresa debe poner a disposición del investigador los medios necesarios, ya sea 
con recursos internos o con apoyo externo. 
 c) Es necesario también que todas las actuaciones que se lleven a cabo se documenten 
debidamente y que más de un sujeto dé fe del contenido de tal diligencia. En tal sentido, la 
designación de un instructor y un secretario puede ser un sistema recomendable de actuación. 
Se trata de tener siempre presente que el objetivo del procedimiento no solo es verificar la 
realidad de la información recibida, sino hacer también acopio de pruebas que eventualmente 
puedan servir para la acreditación del posible delito ante un tribunal. 
 d) En la investigación debe respetarse en todo momento la confidencialidad que se ha 
garantizado al denunciante. 
 e) El procedimiento debe, asimismo, prever la audiencia al denunciado, aunque el 
momento de tal audiencia pueda variar en función de las necesidades de cada investigación: 
en algunos casos puede ser aconsejable no oírle hasta que la investigación haya permitido 
reunir pruebas de peso; en otros casos, en cambio, la audiencia puede ser la primer actuación, 
como sucederá por regla general cuando el propio denunciante ya haya aportado en su 
primera comunicación un número importante de pruebas. 
 f) El procedimiento debe respetar en todo momento los derechos fundamentales de las 
personas investigadas, no solo por el incuestionable valor intrínseco de tales derechos, sino 
también porque su vulneración puede comportar la posterioridad nulidad procesal de las 
pruebas obtenidas. En tal sentido, es fundamental el respeto a aquellas limitaciones que el 
Derecho laboral impone a tales actuaciones indagatorias. 
 
Conviene tener presente que en España el Gabinete Jurídico de la Agencia Española de 
Protección de Datos recomienda comunicar al trabajador o directivo denunciado la existencia 
de la denuncia en un plazo máximo de tres meses desde el momento de registro de los 
datos78. En tal sentido el Gabinete Jurídico es más estricto que lo manifestado en el 
documento WP117, que recomienda que la comunicación al denunciado se produzca tan 
pronto como se reciba la denuncia si bien se admite que tal comunicación se demore – sin 
llegar a proponer plazo máximo – en aquellos casos en los que ― exista un riesgo importante 
de que dicha notificación pondría en peligro la capacidad de la sociedad para investigar de 
manera eficaz la alegación o recopilar las pruebas necesarias”79. 
 
 g) Si la investigación concluye constatando la existencia de indicios de un posible 
delito, ello deberá plasmarse en un informe final que será puesto a disposición de aquellos 
órganos de la empresa que, según el diseño de la estructura de la compañía, sean 
competentes para adoptar decisiones en el ámbito laboral (por lo general el departamento de 
recursos humanos si se trata de despedir al trabajador), denunciar los hechos a las autoridades, 
adoptar medidas reparadoras para aquellos que puedan haberse visto perjudicados y, 
finalmente, establecer medidas correctivas necesarias para procurar que los hechos no vuelvan 
a suceder de nuevo. 
 h) Finalmente es importante que la empresa adopte medidas para que quede constancia 
de las investigaciones internas que puedan haberse llevado a cabo en el pasado y del 
resultado de dichas investigaciones. El motivo de tal recomendación puede entenderse 
                                                 
78  Informe 2007/0128 apartado VII. 
79  Citado en apartado VII del informe 2007/0128. 
REVISTA ELETRÔNICA DE DIREITO PENAL E POLÍTICA CRIMINAL - UFRGS  
VOL. 1, N.º 1, 2013 
 
 
 
116 
fácilmente: la mejor manera de demostrar ante un tribunal que un procedimiento de 
denuncia es verdaderamente efectivo es acreditar la existencia de investigaciones previas y 
del resultado de éstas. 
 
IV.6. ¿Cómo debe actuar la empresa si la investigación interna confirma la 
credibilidad de la denuncia? 
 
 El art. 31 bis 4 CP diferencia entre medidas de descubrimiento y medidas de prevención 
del delito a los efectos de apreciar la correspondiente atenuación para la empresa que cuente 
con ellos. Aunque, de entrada, los procedimientos internos de denuncia parecen ser 
fundamentalmente un medio para la averiguación de hechos ya acontecidos, si se diseñan 
adecuadamente pueden incorporar también una dimensión preventiva que aumente su 
eficacia y, por tanto, su capacidad atenuatoria de la responsabilidad penal. La capacidad 
preventiva de estas medidas puede valorarse en dos sentidos: por un lado, la mera previsión 
de estos canales de denuncia puede aumentar las probabilidades de descubrimiento de las 
irregularidades, lo que en sí mismo puede tener un efecto disuasorio para posibles infractores; 
por otro lado, el descubrimiento de los hechos a través de este sistema puede permitir detectar 
deficiencias en los mecanismos de control e introducir las correspondientes medidas 
correctoras que eviten delitos futuros. Como se expondrá a continuación, parece aconsejable 
considerar ambas dimensiones en el momento de valorar judicialmente el grado de eficacia de 
estos sistemas. 
 
IV.6.A. En términos reactivos 
 
 Una de las cuestiones más complejas que plantean los sistemas internos de denuncia es 
la relativa a cómo debe comprometerse a reaccionar la empresa si comprueba la veracidad de 
la información recibida a resultas de la investigación realizada. En la medida en que dicha 
investigación confirme la realización de actos ilícitos por parte de directivos o empleados ello 
puede ser, desde luego, un motivo más que justificado para adoptar medidas de tipo laboral 
contra ellos, pero ¿debe la empresa proceder además a denunciar a sus propios directivos o 
trabajadores ante la jurisdicción penal? 
 
En la mayoría de procedimientos de denuncia de empresas españolas publicados en 
internet se anuncian consecuencias laborales para el trabajador, pero no se expresa el 
compromiso por parte de las compañías de proceder a la denuncia de los hechos. A lo sumo, 
en páginas web como las de SACYR VALLEHERMOSO, por ejemplo, se hace referencia a 
sanciones laborales “sin perjuicio de cuantas otras responsabilidades sean exigibles en 
Derecho al infractor, cuya actuación, lejos de beneficiar a la empresa, ataca sus principios 
básicos de actuación, basados en el más escrupuloso respeto a la ley”80; o, por su parte, el 
BANCO DE SANTANDER establece en su código de conducta que “el incumplimiento del 
Código General puede dar lugar a sanciones laborales, sin perjuicio de las administrativas 
                                                 
80  P. 36 «http://www.gruposyv.com/syv/repositorio/syv/ficheros/14/CODIGODECONDUCTASYV2010.pdf» (consultado el 
27/03/12) 
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o penales que, en su caso, puedan también resultar de ello”81. Pero no se observa en estos 
textos que las empresas se autoimpongan la obligación de denunciar los delitos de los que 
tengan conocimiento. 
 
 Antes de responder a la anterior cuestión conviene trazar una distinción básica entre 
aquellos casos en los que la empresa haya sido víctima de las irregularidades descubiertas y 
aquellos otros supuestos en los que la empresa se haya beneficiado de una conducta de sus 
directivos o empleados que haya perjudicado bienes jurídicos de terceros o de la colectividad. 
En el primer caso –que no da lugar, obviamente, a responsabilidad de la propia persona 
jurídica perjudicada – la empresa, en tanto que víctima, no debe temer ninguna consecuencia 
en caso de no denunciar. En cambio, en el segundo supuesto, que sí puede dar lugar a 
responsabilidad de la empresa si se cumplen los restantes requisitos del art. 31 bis CP, el 
hecho de denunciar no solo puede suponer que se abra un procedimiento contra el empleado 
responsable, sino el riesgo de que se impute a la propia empresa – o, cuando menos se le 
exija responsabilidad civil de acuerdo con el art. 120 CP – por no haberse ejercido sobre 
dichos empleados el debido control. Ante esta evidente posibilidad de imputación de la 
propia empresa ¿es exigible el compromiso de autodenuncia para beneficiarse en tal caso de 
una posible atenuación? 
 La respuesta a esta cuestión debe ser necesariamente afirmativa. El hecho de que el 
Estado incentive a las empresas con la correspondiente atenuación –incluso exención- en 
caso de contar con medidas eficaces de descubrimiento y prevención de delitos solo se 
justifica por la voluntad de que desde las propias empresas se contribuya a esclarecer hechos 
respecto de cuya persecución existe un interés público, tanto por la necesidad de proceder a su 
castigo como por la pretensión de compensar a las víctimas por el daño causado. El hecho de 
que una empresa investigue y descubra un posible delito pero decida finalmente procesarlo 
de manera exclusivamente interna, es decir, solo con medidas de tipo disciplinario, en nada 
contribuye a la satisfacción de las citadas pretensiones
82
. 
 Por ello, cabe afirmar que la previsión de un procedimiento de denuncia interna que no 
incluya el compromiso de poner los hechos en conocimiento de las autoridades no merece ser 
considerado una medida eficaz de descubrimiento del delito que pueda dar lugar a beneficios 
jurídico-penales. En tal sentido, conviene recordar que la Ley de Enjuiciamiento Criminal 
establece un deber de denuncia que, si bien lleva asociada una sanción meramente simbólica 
para caso de incumplimiento, debe mostrar su plena vigencia cuando se trata de comprobar 
si una empresa –por emplear el lema tan frecuentemente invocado – muestra su “compromiso 
con la legalidad”. Ciertamente, a lo anterior puede replicarse que el mero hecho de que se 
prevea que el procedimiento culminará con sanciones laborales para el trabajador tiene ya un 
                                                 
81  P. 14 «http://www.santander.com/csgs/StaticBS?ssbinary=true&blobtable=MungoBlobs&blobkey=id&SSURIss 
context=Satellite+Server&blobcol=urldata&SSURIcontainer=Default&SSURIsession=false&blobwhere=1278680735775
&blobheader=application%2Fpdf&SSURIapptype=BlobServer#satellitefragment» (consultado el 27/3/12) 
82  A dicha conclusión parece que necesariamente debe llegarse si se parte de concepciones como aquellas que fundamentan 
la responsabilidad de las personas jurídicas en la implicación de las empresas en una “nueva tarea pública, la 
prevención y el esclarecimiento de comportamientos delictivos”, como sostiene NIETO MARTÍN, PolCrim, 5 (2008), p. 
17. Añade este autor que “si la empresa ha cumplido de forma razonable con las exigencias de organización que le 
impone el ordenamiento no será sancionada. Ello conduce a que la empresa en lugar de aliarse con el infractor individual 
e intentar encubrir su responsabilidad, coopere con la administración de justicia, en cuanto que sabe que este comporta 
miento atenuará o excluirá su sanción”. 
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efecto preventivo que no cabe desdeñar. Sin embargo, la adopción de tales medidas no solo 
no garantiza la satisfacción del interés público en la sanción del posible delito, sino tampoco 
la reparación a la víctima del daño causado, como segundo motivo de interés público para 
privilegiar a quienes se dotan de estos procedimientos. Es por ello por lo que resulta altamente 
aconsejable que, si una empresa no quiere llegar al extremo de autoimponerse en  el diseño 
del procedimiento interno el deber de denunciar a sus propios empleados y a ella misma 
en caso de descubrir un delito, cuando menos debería prever como reacción inmediata tras la 
comprobación de la veracidad de la denuncia el hecho de ponerse en contacto con la víctima 
para resarcirla de los perjuicios causados. 
 Esta propuesta interpretativa no supone – debe quedar claro – que esta atenuante se 
superponga con las otras tres previstas en el art. 31 bis 4 CP: confesión, aportación de pruebas 
y reparación del daño. Estas tres últimas requieren que las actuaciones citadas (denuncia y 
reparación) se hayan llevado efectivamente a cabo, mientras que, para apreciar la aquí 
analizada, basta con el establecimiento de las medidas para el descubrimiento y prevención 
de delitos futuros que culmine en el compromiso de proceder a la denuncia de los hechos 
penalmente ilícitos de los que pueda tener conocimiento. Todo ello significa que si, además 
de implantar este procedimiento, en un caso concreto la empresa efectivamente confiesa, 
repara y aporta pruebas, puede beneficiarse de atenuaciones muy importantes que, de acuerdo 
con los arts. 66 y 66 bis, podrán suponer la imposición de una pena inferior en dos grados a la 
prevista. 
 
IV.6.B. En términos preventivos 
 
 La confirmación por parte de una empresa de que un empleado ha cometido 
efectivamente un delito supondrá a menudo la simultánea constatación de que los 
controles internos de dicha compañía no han funcionado debidamente y han permitido la 
comisión del hecho delictivo en cuestión. Ello explica que, de acuerdo con el art. 31 bis 4 CP, 
para medir la eficacia de un procedimiento de denuncia no baste con que éste tenga previstas 
actuaciones tendentes a aclarar (y eventualmente a denunciar) los hechos ya acontecidos, sino 
que además es necesario que la empresa establezca medidas para evitar que tales 
comportamientos o similares vuelvan a producirse en el futuro. 
 En tal sentido, si la empresa donde se ha producido el delito no contaba todavía con 
ningún programa de prevención es necesario, obviamente, que el que plan que se diseñe antes 
de la apertura del juicio oral establezca medidas de control relacionadas con el foco de 
riesgo que haya motivado la imputación de la empresa. Y si, por el contrario, dicho plan ya 
existía, deberá acreditarse que se han llevado a cabo las actuaciones oportunas para modificar 
o reforzar los controles ya previstos, al haberse mostrado ineficaces para lograr una 
prevención eficaz de las conductas delictivas. Como se ha expuesto anteriormente, a los 
efectos de poder acreditar todas estas iniciativas ante el juez es poco menos que 
imprescindible que se documenten debidamente. 
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V. Balance 
 
 Como resultado de las anteriores páginas puede ofrecerse una propuesta de los 
principales requisitos que debe cumplir un procedimiento de denuncia para ser considerado en 
Derecho español una medida eficaz de descubrimiento y prevención del delito por parte de un 
juez penal. Tales elementos serían los siguientes: 
 1.º El procedimiento de denuncia debe darse a conocer entre sus potenciales usuarios, 
que han de acceder fácilmente a él. Tales usuarios no deben ser únicamente miembros de la 
empresa (empleados o directivos), sino cualquier persona que haya podido tener conocimiento 
de conductas ilícitas (clientes o proveedores, por ejemplo). 
 2.ª Si bien no es exigible que el sistema permita las denuncias anónimas, sí debe 
garantizar al informante la máxima confidencialidad que la ley permita, así como la 
protección frente a cualquier posible represalia por el hecho de haber denunciado. En caso de 
que el sujeto  haya participado en la conducta delictiva, el sistema deberá informar al 
potencial denunciante de los beneficios penales que puede obtener si confiesa. 
 3.º Entre los posibles canales de denuncia debe preverse siempre el correo electrónico, 
además de otros posibles como el teléfono o el correo postal. En todos los casos debe quedar 
constancia documental de la denuncia y demás actuaciones derivadas. 
 4.º El receptor de la denuncia debe ser una persona con conocimientos jurídicos, al que 
se garantice una cierta independencia para llevar a cabo una investigación y con acceso 
directo a los órganos directivos y de control de la compañía. 
 5.º La primera respuesta de la empresa ante la denuncia debe ser el inicio de una 
investigación llevada a cabo por una persona no implicada en los hechos denunciados y que 
cuente con los conocimientos técnicos necesarios. La investigación debe ser en todo momento 
respetuosa con los derechos de la persona denunciada y debe tratar de conseguir posibles 
pruebas del hecho supuestamente cometido. La indagación culminará con un informe que 
deberá ser puesto a disposición de los órganos de la empresa con capacidad decisoria en 
materia laboral y con competencia para decidir sobre la eventual reparación que corresponde 
a la víctima y el traslado a las autoridades de la información obtenida. 
 6.º En el diseño del procedimiento la empresa debe manifestar su compromiso de que, 
en caso de confirmar la veracidad de una denuncia, además de adoptar las correspondientes 
medidas internas, pondrá los hechos en conocimiento de las autoridades y contactará con los 
potenciales perjudicados para reparar los posibles daños ocasionados. Asimismo, la empresa 
debe tener previsto un plan de actuación que, en tal caso, le permita introducir de la manera 
más rápida los cambios necesarios para evitar que el hecho denunciado vuelva a producirse o 
corregir aquellos mecanismos de control que puedan haber fallado. 
 Un sistema interno de denuncia que reúna todas estas exigencias deberá ser considerado 
por un juez penal – según se propone en este texto – como una medida eficaz de 
descubrimiento y prevención del delito. Como ya se ha expuesto, ello no significa 
necesariamente que, solo por este hecho, el juez ya deba considerar que en cualquier delito 
cometido la empresa haya ejercido el debido control sobre su empleado (art. 31 bis 1 II 
CP) o aplicar automáticamente la atenuación del art. 31 bis 4 d) CP; pero en todo caso, 
una empresa que cuente con dicho procedimiento, además de otros medios preventivos 
adecuados, debería ser una seria candidata a una aplicación de la ley lo más beneficiosa 
posible desde un punto de vista jurídico-penal. 
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