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SAMENVATTING 
 
Radio Frequency Identificaction (RFID) is een informatietechnologie die gebruik maakt van 
radiogolven om objecten op afstand uniek te kunnen identificeren. RFID kan de draadloze 
opvolger van de streepjescode worden genoemd. Steeds meer voorwerpen worden uitgerust met 
RFID-chips. De informatie op deze chips kan worden gelezen door mobiele telefoons, computers 
of bijvoorbeeld toegangspoortjes. De chips zitten in onder meer de OV-chipkaart en nieuwe 
paspoorten. Steeds meer bedrijven maken gebruik van RFID toepassingen omdat hiermee 
kostenbesparingen en efficiëntie behaald worden (Curtin et al., 2007). Het succes van de RFID 
toepassingen wordt bepaald door het acceptatiegedrag van gebruiker, in dit geval de consument. 
Met de opkomst van RFID nemen privacybezwaren van consumenten toe (Jones et al., 2004; 
Thiesse, 2007; Astani & Bjorke, 2007). Thiesse (2007) heeft de invloed van de perceptie van 
privacy op de consumentenacceptatie onderzocht. Uit het onderzoek blijkt dat het verzamelen van 
persoonlijke informatie de consument zorgen baart, omdat niet duidelijk is wat de bedrijven met 
deze gegevens doen. Om meer inzicht te krijgen in de factoren die de gebruiksintentie en het 
gebruiksgedrag beïnvloeden wordt het UTAUT model van Venkatesh et al. (2003) gebruikt. Het 
UTAUT model is in de afgelopen tijd uitgegroeid tot een veelgebruikt model binnen het 
onderzoek naar acceptatie van nieuwe innovatieve producten en diensten. Omdat het UTAUT 
model geen rekening houdt met de invloed van de perceptie van privacy (Hossain & Prybutok, 
2008; Thiesse, 2007), wordt de variabele privacy aan het model toegevoegd. De onderstaande 
probleemstelling moet meer duidelijkheid geven over het RFID gebruik. 
 
Welke factoren hebben een invloed op de gebruiksintentie en  
het gebruiksgedrag van RFID en welke invloed heeft de perceptie  
van de privacy in het bijzonder op de gebruiksintentie? 
 
Voor het verzamelen van data is gebruik gemaakt van enquêteren. In totaal zijn er 400 openbaar 
vervoer gebruikers van één bedrijf in de regio Schiphol benaderd om online de vragenlijst in te 
vullen. De vragenlijst kon alleen online ingevuld worden. Daarom is gekozen voor deze groep  
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openbaar vervoer gebruikers, die kennis hebben van online enquête en computer. Dit heeft 218 
respondenten opgeleverd (een response rate 56,9%). Met SPSS en Smart PLS (Partial Least 
Squares) is data verwerkt en geanalyseerd.  
 
Uit de onderzoeksresultaten is gebleken dat de ingebrachte variabele privacy in het aangepaste 
model geen significante relatie heeft met de gebruiksintentie. Een verklaring hiervoor kan zijn dat 
variabele privacy ondersteuning nodig heeft van een onafhankelijke variabele, in dit geval van 
verwachte prestatie, verwachte inspanning of sociale invloed. In het onderzoek van Pollack 
(2008) wordt in geval van een niet-lineaire relatie gesproken over „satifiers‟ en „dissatisfiers‟ ook 
wel aangeduid als „hygiëne-factoren‟. De variabele privacy wordt in dit onderzoek waarschijnlijk 
gezien als een „dissatisfier‟. Dissatisfiers zijn vereisten die een klant vanzelfsprekend verwacht in 
een product of service. 
 Een andere mogelijke verklaring kan zijn de vraagstellingen over privacy die de 
beveiligingsaspecten over de persoonlijke gegevens benadrukken. Dijkstra (2009) heeft in zijn 
onderzoek geconcludeerd dat de variabele beveiliging een grotere invloed heeft op de 
gebruiksintentie dan de privacy.In het originele UTAUT-model (Venkatesh et al., 2003) komt de 
variabele privacy niet tot uiting, terwijl deze variabele vanuit de literatuur wel een belangrijke rol 
lijkt te spelen bij de consument en hun gebruiksintentie van RFID. Uit de onderzochte literatuur 
van (Hossain & Prybutok, 2008; Roussos & Moussouri 2004) blijkt dat de relevantie van 
informatie privacy, op een veilige manier van verzamelen van klantgegevens, voordelen kan 
opleveren voor zowel de consument als het bedrijf. De variabele faciliteiten heeft een significante 
relatie met het gebruiksgedrag. De rol die faciliteiten (kennis en informatie) speelt in het 
voorspellen van het gebruiksgedrag is hier sterk. Dit is dus in overeenstemming met wat in de 
theorie wordt gesteld door Venkatesh et al. (2003). 
Verder is gebleken dat verwachte prestatie op de gebruiksintentie (intentie om de OV-chipkaart 
te adopteren) niet de sterkste voorspeller is. In het onderzoek van Venkatesh et al. (2003) is 
aangetoond dat verwachte prestatie wel een sterke voorspeller van de gebruiksintentie is. De 
andere variabelen (verwachte inspanning, sociale invloed en privacy) hebben geen significante 
relaties opgeleverd. Verder hebben de modererende variabelen (geslacht en leeftijd) van Baron en 
Kenny (1986) in dit onderzoek ook geen significante relaties aangetoond. Dit is in niet conform 
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het onderzoek van Venkatesh et al. (2003). Zij vonden wel degelijk een verband tussen verwachte 
inspanning en gebruiksintentie gemodereerd door geslacht. Hieronder is het finale conceptueel 
model weergegeven. De significante relaties (H1 en H5) zijn weergegeven met een 
doorgetrokken lijn en de niet-significante relaties (H2a, H2b, H3, H4, H6, H7, H8a en H8b) zijn 
weergegeven door de onderbroken lijn. 
 
Sociale 
Invloeden
Privacy
Verwachte
Inspanning
Gedrag
R²=0,607
Faciliteiten
Verwachte 
prestatie
Intentie
R²= 0,489
H4
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LeeftijdGeslacht
H7
H1
H2a
H3
H2b
H8a
 
Figuur 1 Het finale conceptueel model 
 
Het onderzoek kent een aantal beperkingen. Er is sprake van resultaten, gemeten over één RFID 
product, daarom is enige zorgvuldigheid vereist voor de interpretatie hiervan. Daarnaast is er 
gebruik gemaakt van een aangepast UTAUT model en dus buiten de oorspronkelijke context 
toegepast. 
Toekomstig onderzoek zou zich verder kunnen richten op het onderzoeken van aanvullende 
factoren die een groter deel van de variantie verklaren in intentie tot gebruik van RFID. Dit kan 
door factoren als vertrouwen, beveiliging en faciliteiten op infrastructuur toe te voegen aan het 
onderzoeksmodel. Er wordt te weinig of geen aandacht besteed aan de technische aspecten, 
operationele ondersteuning en implementatie. Verdere onderzoek is nodig om transparantie in de 
RFID toepassingen weer te geven door variabelen als kwaliteit van het systeem en zichtbaar van 
het resultaat te toetsen in het UTUAT model. 
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VOORWOORD 
 
Het rapport dat voor u ligt is het resultaat van een onderzoek naar RFID gebruik in de regio 
Schiphol. Het onderzoek is uitgevoerd in het kader van de afstudeeropdracht ter afronding van de 
studie Marketing en Supply Chain Management.  
 
De afgelopen jaren is een buitengewoon leerzaam geweest, de studie waar ik in eerste instantie 
enthousiast van start ging, begon langzamerhand mijn vijand te worden. Om precies te zijn de 
laatste module, het afstudeeronderzoek. Ik heb diverse afstudeeronderwerpen overwogen en 
vervolgens laten rusten. Uiteindelijk ten einde raad heb ik me tot Paul Ghijsen gewend en 
gelukkig kwam daar een interessant onderwerp uit: RFID, Radio Frequentie Identification.  
 
Ik heb tijdens mijn afstuderen hulp gehad van een aantal mensen, dat ik hier graag wil bedanken. 
In de eerste plaats wil ik natuurlijk de groep respondenten die de moeite hebben genomen mijn 
vragenlijst in te vullen bedanken. Ook wil ik mijn collega‟s drs. Jan Kees Rem, mr. drs. Mariese 
Schermerhorn en drs. Ronald Wolfers bedanken voor hun waardevolle aanvullingen. Daarnaast 
bedank ik Jolande van Duin van het VCC Schiphol voor het gebruik maken van het 
adressenbestand. Paul Ghijsen, mijn begeleider vanuit Open Universiteit. Paul bedankt voor je 
geduld en je kritische kijk op mijn afstudeerverslag. Kees Gelderman voor het mede beoordelen 
van mijn scriptie. Kees, bedankt voor het, in een zeer korte tijd, doorsturen van je nuttige 
bevindingen. Rabia Gaffar voor het mooi inbinden van mijn scriptie. Voor de emotionele steun 
mijn vriend. En mijn nichtje, Arsh, voor de nodige afleiding. 
 
Diegenen die een waardevolle feedback geleverd hebben voor mijn afstudeerverslag. 
 
Allemaal van harte bedankt!  
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HOOFDSTUK 1 INLEIDING 
 
Jaarlijks worden door bedrijven miljoenen euro‟s geïnvesteerd in nieuwe informatiesystemen. 
Een van de technologieën is, Radio Frequency Identification (RFID). Dit is een technologie om 
van een afstand informatie op te slaan in objecten en deze te kunnen lezen aan de hand van een 
unieke code. Voor het eerst werd deze technologie, van identificatie door middel van 
radiosignalen, gebruikt in de Tweede Wereldoorlog (Weis et al, 2003). Het was noodzakelijk om 
vliegtuigen te kunnen identificeren. Tegenwoordig wordt deze technologie veel in de 
transportsector gebruikt. Bij deze technologie wordt gebruik gemaakt van een chip met een 
antenne en een leesapparaat. Het leesapparaat kan de chip identificeren en opgeslagen informatie 
lezen zonder de chip fysiek te kunnen zien. Andere sectoren zien hier ook de voordelen van in en 
zullen daarom ook overgaan op het gebruik van RFID toepassingen (Brown en Russell, 2007) 
1.1 Aanleiding tot onderzoek  
De praktische aanleiding tot het onderzoek ligt in de ontwikkelingen die op dit moment gaande 
zijn op het gebied van informatietechnologie, Radio Frequency Identification (RFID). In 
duizenden gebruiksvoorwerpen wordt deze technologie gebruikt om gegevens op een chip op te 
slaan en uit te wisselen. Zo‟n chip zit ook in de OV-chipkaart (TNO Information and 
Communication Technology, 2008), het Europese paspoort, mobiele telefoons, toegangspoorten 
en vele andere consumentengoederen. De gegevens uit de chip kunnen draadloos gelezen worden 
met een leesapparaat. Deze technologie is de laatste jaren flink verbeterd, waardoor ook de 
kosten veel lager zijn geworden. Het is gemakkelijker, sneller en veiliger geworden. Dat betekent 
dat in diverse sectoren met deze technologie wordt geëxperimenteerd. 
Uit onderzoek komt naar voren dat RFID toepassingen in een versneld tempo worden ingevoerd 
in de detailhandel (Moon en Ngai, 2008). Overwegingen als kostenbesparingen en efficiëntie zijn 
hierbij doorslaggevende factoren. Dit betekent dat de consumenten ook hiermee te maken zullen 
krijgen. Door het toenemende gebruik van RFID nemen de privacybezwaren toe (Sarma et al., 
2003). Persoonlijke gegevens worden door deze toepassing in de detailhandel geregistreerd en 
kan door slechte beveiligingssystemen misbruikt worden. Er zal kritisch gekeken moeten worden 
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naar de beveiliging van persoonlijke gegevens (Smith en Gleim, 2009). Het gaat bij het gebruik 
van RFID niet enkel om het voldoen aan wettelijke regels, maar juist om de acceptatie van de 
technologie door de consument (Capgemini, 2004). Factoren die de adoptie van RFID 
beïnvloeden moeten meer getest worden (Müller-Seitz et al, 2009) worden. Ook de relatie tussen  
privacyaspecten en de impact op de adoptie door de consument moet belicht worden. 
Het UTAUT model van Venkatesh et al. (2003) is ontwikkeld om de acceptatie en het gebruik 
van IT in organisaties te voorspellen. Het model wordt in aangepaste vorm gebruikt in diverse 
onderzoeken (Dijkstra, 2009; Müller-Seitz, 2009). In het UTAUT model wordt echter geen relatie 
gelegd met onderzoek naar privacy. Zo veronderstellen Millar & Tesser (1986) dat bij het tot 
stand komen van gedragsintenties rond consumptieve goederen affectieve factoren een grotere rol 
spelen dan bij het tot stand komen van gedragsintenties rond instrumentele goederen. Uit eerder 
onderzoek is gebleken dat bij onverantwoord gebruik van RFID inderdaad mogelijkheden zijn tot 
misbruik en dat dit mogelijke gevaar oplevert voor de privacy (Capgemini, 2004). Echter, 
wanneer de wet wordt nageleefd, goede afspraken worden gemaakt en de consument goed wordt 
voorgelicht, dan is er geen reden tot zorg (ECP, 2005; Flavian en Guinaliu, 2006).  
1.2 Onderzoeksvragen 
Om de bovenstaande informatie te kunnen krijgen zijn een aantal onderzoeksvragen 
geformuleerd.  
 
Probleemstelling 
Welke factoren hebben een invloed op de gebruiksintentie en het gebruiksgedrag van RFID en 
welke invloed heeft de perceptie van de privacy in het bijzonder op de gebruiksintentie? 
 
Deelvragen  
1. Welke aspecten spelen een rol bij de gebruiksintentie en gebruiksgedrag van RFID?  
2. Hoe hangen privacy, sociale factoren, kennis en informatie over RFID samen?  
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Op basis van een literatuurstudie, worden hypothesen afgeleid. Deze hypothesen vormen de basis 
van het te toetsen onderzoeksmodel. Het verzamelen van informatie is via een enquête gebeurd. 
De resultaten van dit onderzoek en de daaruit getrokken conclusies staan in de laatste twee 
hoofdstukken van dit rapport. 
Met dit rapport wordt er getracht meer inzicht te genereren op het adoptieproces van de 
consument met betrekking van RFID gebruik. In hoofdstuk 2 worden het literatuuronderzoek en 
het conceptueel model beschreven. Hierin zal uitvoerig behandeld worden wat een RFID systeem 
exact inhoud qua technische aspecten, welke toepassingen het heeft en welke voordelen het 
systeem mogelijkerwijs met zich mee kan brengen. In hoofdstuk 3 wordt de methodologie 
toegelicht. De resultaten van de enquête worden in hoofdstuk 4 geëvalueerd en wordt bekeken 
welke factoren een rol spelen bij de implementatie en welke voordelen werkelijk behaald kunnen 
worden. De conclusies, implicaties, beperkingen en eventuele vervolgonderzoeken worden in 
hoofdstuk 5 beargumenteerd.  
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HOOFDSTUK 2 LITERATUURONDERZOEK 
 
In dit hoofdstuk volgt een beschrijving van het onderzoeksontwerp. In de eerste paragraaf wordt 
RFID toegelicht. In de daarop volgende paragrafen worden achtereenvolgens het referentiekader, 
het onderzoek afbakening, de onderzoeksvragen, de modelbeschrijving, de beperkingen van het 
model en de toepassingen van RFID behandeld.  
2.1 Radio Frequency Identification  
Radio Frequency Identification is identificatie door middel van radiofrequenties. RFID systemen 
maken lezen, schrijven, verzenden, opslaan en updaten van informatie mogelijk. (ECP, 2005; 
TNO, 2008). Het gaat om systemen waarbij aan voorwerpen, mensen of dieren een zogenaamde 
RFID tag verbonden wordt, die informatie over het voorwerp, mens of dier bevat en deze 
identificeert, traceert en detecteert met behulp van een uniek nummer. Het uitlezen van een tag 
geschiedt draadloos door middel van een reader (1) en antenne (2), figuur 3 (ECP, 2005). Dit 
uitlezen gaat met behulp van radiogolven (Lin, 2009). Het unieke van dit systeem is dus dat 
draadloos uitlezen mogelijk is waarbij er ook data gecommuniceerd kan worden. Hierbij is het 
niet nodig dat de tag direct in een lijn zichtbaar is en het systeem wordt niet beïnvloed door 
bijvoorbeeld een ruwe, vochtige of vieze omgeving. Een ander voor deel van RFID is dat er vele 
objecten in zeer korte tijdsduur uitgelezen kunnen worden. RFID heeft een oneindig veld van 
toepassingen en verhoogt op verschillende manieren de productiviteit of biedt een extra 
functionaliteit wat processen vergemakkelijkt.  
 
Figuur 2 Tag (ECP, 2005) 
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Figuur 3 werkwijze RFID (ECP, 2005) 
De frequentie kan gerust de meest bepalende factor van een RFID systeem genoemd worden. De 
frequentie bepaalt namelijk onder andere de maximale leesafstand van het systeem, mate van 
gevoeligheid door afscherming van metaal (kooi van Faraday), en mate van absorptie van de 
golven door de omgeving en de uitleessnelheid. Laag frequente systemen hebben bijvoorbeeld 
weinig last van absorptie, dit in tegenstelling tot systemen die op basis van microgolven werken. 
Ook de communicatie tussen reader en antenne is afhankelijk van de frequentie. De RFID 
systemen kunnen dan ook ingedeeld worden aan de hand van hun frequentie. De categorieën zijn 
laagfrequent (LF), hoogfrequent (HF), ultra hoogfrequent (UHF) en microgolf frequentie (Chen 
& Adams, 2004).  
RFID wordt op dit moment vooral gebruikt voor identificatie (bijvoorbeeld toegangscontrole), 
het voorkomen van winkeldiefstal en tracking & tracing. Maar de mogelijkheden van RFID gaan 
verder. Een breed scala van toepassingen (Ngai. et al, 2009) is mogelijk door de combinatie van 
RFID tags met sensoren (temperatuur, locatie, luchtvochtigheid, etc.), communicatienetwerken 
(Personal Area Networks, WiFi, etc.) en draagbare computers (pda‟s, laptop, etc.), zoals 
toepassingen rond persoonlijke identificatie/authenticatie, veiligheid en diensten. Sectoren 
waarvoor RFID relevantie heeft variëren van de detailhandel (Thiesse, 2007) productie industrie 
en logistiek en transport (Garfinkel, 2005), gezondheidszorg (Van Lieshout et al., 2007) en 
sociale veiligheid ( Van Lieshout et al., 2007). Zo wordt op RFID gebruikt in het openbaar 
vervoer, voor persoonsregistratie en als betaalmiddel (Dijkstra, 2009). Dit onderzoek sluit aan bij 
het gebruik van RFID in deze sector. 
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2.2 Onderzoek afbakening  
Uit de vraagstelling kunnen we een aantal elementen onttrekken, allereerst de privacy. Privacy is 
namelijk geen eenduidig begrip. Het valt uiteen in een relationele, informationele en 
communicatiegeheim (Langheinrich, 2001; Jones et al., 2004). Communicatiegeheim is het recht 
om geheim via openbare telecommunicatienetten en telecommunicatiediensten te communiceren. 
Relationele privacy staat voor de mate waarin een consument bereikbaar wil zijn voor 
organisaties. Kortom, het antwoord op de vragen of, wanneer en hoe de consument direct wil 
communiceren met een bedrijf.  Informationele privacy is het verzamelen en gebruiken van 
klantgegevens. Via RFID kunnen deze klantgegevens gekoppeld worden aan een eigenaar 
(Thiesse, 2007). In dit onderzoek wordt gesproken over informationele privacy. Zoals vermeld is 
het onderzoek erop gericht inzicht te genereren in mogelijke toepassing van een RFID systeem in 
het openbaar vervoer. De technologische aspecten van RFID systemen worden beschreven voor 
zover noodzakelijk is voor het begrijpen van de werking van het systeem en de eigenschappen die 
hieruit voortvloeien. Detaillistisch beschrijven van de techniek, bijvoorbeeld de elektronica, valt 
buiten het bereik van dit onderzoek en daarvoor wordt verwezen naar de daarvoor beschikbare 
literatuur.  
2.3 Unified Theory of Acceptance and Use of Technology 
In deze paragraaf wordt het UTAUT model van Venkatesh, Morris, Davis & Davis (2003) 
besproken. UTAUT staat voor Unified Theory of Acceptance and Use of Technology. Dit model 
wordt in dit afstudeeronderzoek gebruikt om de acceptatie en het gebruik van de OV-chipkaart in 
Nederland te beschrijven. Hieronder wordt de theoretische achtergrond van het model en het 
domein waarvoor het model geldt belicht. Daarna wordt de keuze voor het UTAUT model 
beargumenteerd en gemotiveerd. Ten slotte worden enkele beperkingen van het model besproken 
en op basis van de literatuur over attitudevorming voorstellen gedaan om het UTAUT model toe 
te passen in het gebruik van RFID in het Openbaar Vervoer.  
Het UTAUT model is in 2003 door Venkatesh et al. geformuleerd om de acceptatie en het 
gebruik van nieuwe IT-toepassingen in organisaties te verklaren. Het belangrijkste doel van de 
onderzoekers was te komen tot een eenduidige theorie van acceptatie en gebruik en tot een geheel 
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te komen in het versnipperde gebied van adoptieonderzoek voor IT-toepassingen in organisaties. 
Hiervoor hebben de onderzoekers op basis van acht prominente theorieën uit het 
adoptieonderzoek één model opgesteld, het UTAUT model. De acht theorieën die zij hiervoor 
gebruikt hebben zijn:  
 Theory of Reasoned Action; TRA (Fishbein & Ajzen, 1975)  
 Technology Acceptance Model; TAM (Davis, 1989)  
 Motivational Model; MM  
 Theory of Planned Behavior; TPB (Ajzen,1989)  
 Combinatie van TAM en TPB; C-TAM-TPB (Tyler & Todd, 1995)  
 Model of PC Utilization; MPCU (Thompson, Higgins & Howell, 1994)  
 Innovation Diffusion Theory; IDT (Rogers, 1995)  
 Social Cognitive Theory; SCT (Bandura, 1986)  
Om een beter inzicht te krijgen welke aspecten bij gebruik en acceptatie van RFID van belang 
kunnen zijn, worden in de volgende subparagrafen enkele modellen toegelicht die zich richten op 
het verklaren van gebruik en acceptatie op individueel niveau. Het betreft: 
- De Theory of Reasoned Action (Fishbein & Ajzen, 1975) en de Theory of Planned  
  Behavior (Azjen, 1985); 
- Het Technology Acceptance Model (Davis, 1989); 
- Het Unified Theory of Acceptance and Use of Technology Model (Venkatesh et al., 2003) 
Van deze modellen is in de praktijk gebleken dat ze voor onderzoek naar acceptatie en het 
gebruik van ICT goed bruikbaar zijn (Venkatesh et al., 2003). 
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Figuur 4 Het UTAUT Model (Venkatesh et al., 2003) 
 
Het UTAUT-model, zoals hierboven afgebeeld, heeft als doel de acceptatie van een 
informatiesysteem te voorspellen. De theorie achter dit model zegt dat de vier factoren op de 
verticale as, performance expectancy, effort expectancy, social influence en facilitating 
conditions een directe invloed hebben op de intentie een nieuw systeem te gebruiken. De vier 
factoren op de horizontale as, gender, age, experience en voluntariness of use bepalen de mate 
van invloed van de verticale factoren (Cheng et al., 2008; Xiaoping en Jing, 2008). Daarmee is 
het UTUAT model tot op heden het meeste theorie-omvattende-adoptiemodel en heeft een hoog 
verklarende kracht (Min et al., 2008). 
  
 
 16 
 
Tabel 1 Onderzoekscontext en domein van het UTAUT (Venkatesh et al. 2003) 
Branche  Functioneel Gebied  Omschrijving van het systeem 
Entertainment  Product ontwerp  Online vergadersysteem 
Telecommunicatie Verkoop   Database applicatie 
Bank Branche  Business Account manag. Portfolio analyse tool 
Publieke Sector Accounting   Accountingsysteem 
 
Het UTAUT model beschrijft acceptatie en gebruik van IT in organisaties. Zoals in tabel 1 is te 
zien, deden Venkatesh et al. (2003) onderzoek onder verschillende soorten organisaties in 
verschillende branches. De context van het onderzoek wordt ook duidelijk uit de items die de 
onderzoekers gebruiken. In de voorgaande paragraaf beschreven UTAUT model en de hierboven 
beschreven tabel 1 geven aan voor welke context en welk domein het model is ontwikkeld: IT in 
organisaties. Het UTAUT model kan daarom gezien worden als het belangrijkste theoriemodel 
voor het onderzoeken van de acceptatie IT adoptie (Min et al., 2008). Verschillende onderzoekers 
hebben het UTAUT al verder geprobeerd uit te breiden. Anderson & Schwager (2004) hebben 
een onderzoek uitgevoerd naar de adoptie van draadloze netwerken in het midden- en 
kleinbedrijf, en Carlsson et al. (2006) onderzoek naar mobiele telefonie met behulp van een 
„mobile-UTAUT‟. In dit afstudeeronderzoek staan echter individuele consumenten centraal die 
buiten de organisatorische context beslissingen nemen over een consumentenproduct. Hiervoor 
dienen constructen beter gedefinieerd te worden, zodat het aangepaste model beter geschikt is 
voor het voorspellen van de gebruiksintentie en het gebruiksgedrag van RFID.  
 
UTAUT  is een zeer populair model in adoptieonderzoeken. Venkatesh et al. (2003) 
onderscheiden drie determinanten van gedragsintentie: performance expectancy, effort 
expectancy en social influence. Deze drie factoren hebben alle drie een cognitief karakter. In de 
literatuur over attitude- en intentievorming spelen naast cognitieve echter ook affectieve 
componenten van attitude een rol (Agarwal & Malhotra, 2005).   
Voorts kent UTAUT een hogere verklarende kracht dan elk van de achterliggende theorieën. De 
variantie in de intentie kan door het UTAUT beter worden verklaard en dat is het doel van dit 
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onderzoek. Venkatesh et al., (2003) wisten met het UTAUT 70% van de variantie van de 
gebruiksintentie te verklaren.  
 
In dit onderzoek is er voor gekozen om de invloeden op zowel de gebruiksintentie als 
gebruiksgedrag te onderzoeken. Met de keuze voor UTAUT zullen enkele beperkingen aan het 
licht komen. Deze beperkingen hebben zowel betrekking op de inhoud van het model, als op de 
onderzoeksmethode die Venkatesh et al., (2003) gebruikt hebben. In de volgende paragrafen 
worden verschillende aanpassingen aan het model voorgesteld, die het geschikt moeten maken 
om de acceptatie en het gebruik van RFID te voorspellen.  
 
UTAUT stelt dat de „gebruiksintentie‟ de sterkste voorspeller is van daadwerkelijk gebruik. Deze 
rol van intentie als sterkste voorspeller van gebruik is overtuigend beschreven in de literatuur 
(Ajzen, 1991, Taylor and Todd 1995, Venkatesh et al, 2003). De belangrijkste invloeden op de 
gebruiksintentie zijn: 
- Performance expectancy (verwachte prestatie) 
- Effort expectancy (verwachte inspanning) 
- Social influence (sociale invloed) 
 
De variabele gebruiksgedrag wordt beïnvloedt door de variabelen faciliteiten en gebruiksintentie. 
Daarnaast hebben vier modererende variabelen, geslacht, leeftijd, ervaring en vrijwilligheid 
invloed op de individuele consument.  
In de voorgaande paragraaf is het UTAUT model beschreven en is aangegeven voor welke 
context en welk domein het model is ontwikkeld: IT in organisaties. In dit afstudeeronderzoek 
staat de acceptatie en het gebruik van RFID door individuele consumenten centraal. In dit 
onderzoek is gekozen voor zowel het gebruiksgedrag als gebruiksintentie te onderzoeken. RFID-
toepassingen worden de laatste tijd veel gebruikt in consumentgoederen, hierdoor zijn mensen 
steeds meer vertrouwd geraakt met het gebruik hiervan (Dijkstra, 2009).  
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2.4 Hypothesen  
In deze paragraaf wordt geprobeerd te komen tot de formulering van een aangepast 
UTAUT model voor RFID gebruik in Openbaar Vervoer. Er worden een aantal wijzigingen aan 
het model voorgesteld om het model beter passend te maken voor een consumptief product. 
Het UTAUT model is ontstaan door acht verschillende gedrags verklarende theorieën samen te 
voegen in een groot onderzoek. Deze acht theorieën bevatten 25 verschillende constructen, die 
door (Venkatesh et al., 2003) zijn gebruikt om één model te maken. Het model kent vier 
modererende variabelen die effect hebben op de acceptatie door de gebruiker. Dit zijn leeftijd, 
vrijwilligheid, ervaring en geslacht. De vrijwilligheid is de perceptie van een individu waarin het 
gebruik van de informatietechnologie op vrijwillige basis plaatsvindt. Ervaring en leeftijd worden 
in tijd uitgedrukt en geslacht in man of vrouw. 
 
Gebruiksintentie  
De oorspronkelijke UTAUT model kent drie onafhankelijke variabelen waarvan wordt 
verondersteld dat deze de gebruiksintentie van de gebruiker bepalen. Dit zijn de verwachte 
prestatie, verwachte inspanning en sociale invloed.  
 
Verwachte prestatie 
Verwachte prestatie wordt hier gedefinieerd als „de mate waarin een individu denkt dat het 
product beter presteert dan beschikbare substituten‟. Deze definitie wijkt iets af van de definitie 
die in het UTAUT model wordt gehanteerd, dit is nodig om deze variabele bruikbaar te maken 
voor consumptieve goederen. De betekenis is in de kern echter hetzelfde gebleven. Verwachte 
prestatie is in zes van de acht oorspronkelijke theorieën de belangrijkste voorspeller van intentie 
en het valt te verwachten dat deze variabele ook voor consumentenproducten een grote rol zal 
spelen. Daarnaast is aangetoond ((Venkatesh et al., 2003) dat vooral het geslacht en de leeftijd 
een modererend effect op de invloed de verwachte prestatie. Op basis hiervan wordt de volgende 
hypothese geformuleerd.  
 
H1 De verwachte prestatie heeft een positieve invloed op de gebruiksintentie. 
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H2a De invloed van de verwachte prestatie op de gebruiksintentie wordt gemodereerd door 
het geslacht.  
 
H2b De invloed van de verwachte prestatie op de gebruiksintentie wordt gemodereerd door 
leeftijd. 
 
Verwachte inspanning  
Verwachte inspanning is de tweede belangrijke voorspeller van gedragsintentie in het UTAUT 
model. Ook hiervoor geldt dat verwacht wordt dat deze relatie in het aangepaste UTAUT model 
wordt bemiddeld door attitude ten opzichte van het product. Voor verwachte inspanning wordt 
hier de volgende definitie gehanteerd: „de mate van gebruiksgedrag die met het gebruik van het 
systeem wordt geassocieerd‟. In het UTAUT model wordt de relatie tussen verwachte inspanning 
en intentie onder andere bemiddeld door het geslacht van de respondent. Venkatesh et al. (2003) 
vonden een sterker verband voor vrouwen dan voor mannen. Er wordt verwacht dat dit ook voor 
het aangepaste UTAUT model geldt. De derde hypothese die in dit onderzoek zal worden 
getoetst, luidt: 
 
H3 De verwachte inspanning heeft een positieve invloed op de gebruiksintentie. 
 
Sociale invloed 
Het construct sociale invloed wordt hier – net als in het UTAUT model – gedefinieerd als „de 
mate waarin een persoon denkt dat belangrijke anderen denken dat hij het nieuwe systeem zou 
moeten gebruiken‟. De sociale invloed heeft volgens Venkatesh et al. (2003) geen significante 
invloed op de gebruiksintensiteit indien het gebruik op vrijwillige basis plaatsvindt. In dit 
onderzoek wordt het RFID-gebruik wel opgelegd. (He & Lu, 2007; Zhou, 2008) hebben in het 
onderzoek van adoptie naar m-commerce wel een significante relatie tussen sociale invloed en 
gebruiksintensiteit geconstateerd. Dit onderzoek omvatte het draadloos aankopen van producten 
en diensten. In dit afstudeeronderzoek wordt aangenomen dat de sociale invloed wel een rol 
speelt. 
 
H4 De sociale invloed heeft een positieve invloed op de gebruiksintentie. 
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Facilitating Conditions 
Faciliteiten (facilitating conditions) in UTAUT beschrijft de aanwezigheid van een 
organisatorische infrastructuur. (Venkatesh et al., 2003) introduceren met dit construct de invloed 
van de omgeving in het model. Hoewel er in dit onderzoek geen sprake is van een 
organisatorische context, is de omgeving van de gebruiker, de persoonlijke context, wel degelijk 
van belang. Cheong et al. (2004) hebben faciliteiten binnen de context van mobiel betalen 
geplaatst en hebben onderscheid gemaakt tussen externe infrastructuur, een netwerk van punten 
waar de betaalwijze wordt geaccepteerd, en interne infrastructuur, de mobiele telefoon van de 
gebruiker die het mobiel betalen mogelijk maakt. Cheong et al. (2004) concluderen dat 
faciliteiten (in hun model) een voorspeller is van perceived usefulness en gebruiksintentie. 
Venkatesh et al. (2003) concluderen dat in UTAUT faciliteiten een directe voorspeller is van 
gebruik, en dat de invloed van faciliteiten op intentie volledig door verwachte prestatie en 
verwachte inspanning wordt bepaald.  
 
Informatie en kennis  
In dit onderzoek wordt het begrip facilitating conditions gedefinieerd als „de mate waarin een 
persoon denkt dat hij de beschikking heeft over voldoende productrelevante kennis en 
informatie‟. Deze definitie wijkt enigszins af van de definitie die (Venkatesh et al., 2003) 
gebruiken, zodat deze variabele ook buiten de organisatorische context kan worden gebruikt. In 
deze definitie worden kennis en informatie als belangrijkste hulpbronnen voor de consument 
gezien. Volgens (Venkatesh et al., 2003) heeft faciliteiten geen significante invloed op de 
gebruiksintensiteit wanner de verwachte inspanning in het model is ingebracht. Op het 
gebruiksgedrag heeft het echter wel een significante invloed.  
 
H5 Er bestaat een positief verband tussen faciliteiten en gedragsintentie. 
 
Gedragsintentie en gebruik  
Gedragsintentie is volgens (Fishbein & Ajzen, 1976) de „subjectieve waarschijnlijkheid van 
gedrag‟. De relatie tussen gedragsintenties is binnen het adoptieonderzoek is al zeer vaak 
aangetoond voor verschillende typen producten (Sheppard, 1988).  
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Gebruiksgedrag 
In het UTAUT model is het construct faciliteiten een directe determinant van gebruiksgedrag. In 
enkele van de oorspronkelijke theorieën wordt ook een verband tussen faciliteiten en 
gedragsintentie gevonden. Volgens Venkatesh et al. (2003) bestaat dit verband echter alleen als 
zowel verwachte prestatie als verwachte inspanning in het model is opgenomen.  
 
H6 Er bestaat een positief verband tussen gedragsintentie en gebruik.  
 
Privacy 
In 2000 is de Wet Bescherming Persoonsgegevens opgesteld, welke sinds september 2001 van 
kracht is in Nederland. Hierin staat ondermeer dat de verwerking van persoonsgegevens alleen 
mag plaatsvinden indien er ondubbelzinnige toestemming is verleend door de betrokkene.  
 
Hossain en Prybutok (2008) hebben in de RFID privacy discussies de relevantie van 
informatieprivacy beschreven. Het gaat over het verzamelen en gebruiken van klantengegevens. 
Door RFID toepassingen kunnen, door de koppeling van de gegevens van de eigenaar, 
klantgegevens verzameld en gebruikt worden (Thiesse, 2007). In dit onderzoek gaat het over de 
consumentenacceptatie en de invloed die de perceptie van privacy hierop heeft.  
Het verzamelen van persoonlijke informatie baart de consument zorgen, omdat niet duidelijk is 
wat er met deze gegevens gebeurt. Bedrijven willen consumenten een klantgerichte 
dienstverlening aanbieden en gebruiken hiervoor de verzamelde klantengegevens (Culnan & 
Armstrong, 1999). RFID toepassingen kunnen zorgen dat meer klantgegevens verzameld worden. 
Een bedrijf kan dan de klant een persoonlijke behandeling geven. Moon en Ngai (2008) hebben 
aangetoond dat dit kan leiden tot een betere relatie tussen bedrijf en klant. Maar de klant blijft 
wel kritisch. Zo kunnen gegevens door misbruik van bedrijfssystemen klantgegevens op straat 
komen te liggen. Daarnaast kan het bedrijf deze gegevens ook gebruiken voor andere doeleinden 
van derden. Het is belangrijk om privacy niet te beschouwen als een manier je overal voor af te 
sluiten en anoniem te blijven voor derden, maar het vooral te zien als een mogelijkheid om de 
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informatiestroom te controleren wanneer de gebruiker juist informatie wilt delen met anderen 
(Hong & Landay, 2004). 
 
H7 Privacy heeft een positieve invloed op de intentie om RFID toepassingen te accepteren. 
 
Modererende variabelen 
Venkatesh et al. (2003) gebruiken in de UTAUT de volgende modererende variabelen: geslacht, 
leeftijd, ervaring en vrijwilligheid. Bij het voorspellen van factoren die van invloed zijn op het 
gebruik van RFID door consumenten worden deze alleen variabelen geslacht en leeftijd gemeten. 
Vrijwilligheid, omdat het gebruik van OV-chipkaart “opgelegd” wordt, is hier dus sprake van 
gebruik op niet vrijwillige basis. De modererende variabele ervaring is door het “opgelegd” 
gebruik minder van belang, in dit onderzoek wordt uitgegaan dat de respondent al ervaring 
hebben met het gebruik van de OV-chipkaart. 
 
H8a De invloed van de verwachte inspanning op de gebruiksintentie wordt gemodereerd 
door het geslacht, waarbij het effect sterker zal zijn bij (jonge) mannen. 
 
H8b De invloed van de verwachte inspanning op de gebruiksintentie wordt gemodereerd 
door  leeftijd. 
 
UTAUT model 
Het UTAUT model wordt in dit onderzoek dus buiten zijn oorspronkelijke context en domein 
toegepast, hier zijn echter enkele goede redenen voor. Twee belangrijke redenen komen aan de 
orde: de hoge verklarende kracht van het UTAUT model en de mogelijkheden die het model 
biedt om ook buiten zijn oorspronkelijke context en domein te worden toegepast.  
In volgende paragraaf worden op basis van het voorgaande hypothesen geformuleerd over de 
vorm van een aangepast UTAUT model voor RFID gebruik.  
Er wordt op basis van de literatuur twee modellen samengesteld: het UTAUT model en het model 
van privacy en gebruiksintentie. De variabele privacy wordt toegevoegd om het model geschikt te 
maken om uitspraken te doen over acceptatie en gebruik van een consumentenproduct als OV-
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chipkaart. Het aangepaste UTAUT model dat hier wordt voorgesteld, bestaat uit zeven 
variabelen. Hieronder worden de variabelen en de relaties daartussen besproken. 
 
2.5 Een aangepast onderzoeksmodel  
Aan de hand van literatuurstudie en de hypothesen is een aangepast UTAUT model opgesteld. 
Het aangepaste model omvat 7 latente en 2 modererende variabelen. In deze paragraaf wordt het 
uiteindelijke model gepresenteerd. Het gebruik van RFID berust uiteindelijk op de verwachte 
prestatie, sociale invloeden, privacy en de verwachte inspanning:  
1.  Er moet een intentie zijn om RFID te gebruiken;  
2.  Er moet voldoende product relevante informatie en kennis over RFID gebruik beschikbaar zijn 
(facilitating conditions);  
3.  De gebruikers moeten zich meer richten op voordelen van RFID gebruik. 
 
Sociale 
Invloeden
Privacy
Verwachte
Inspanning
Gedrag
Faciliteiten
Verwachte 
prestatie
Intentie
H4
H5
H6
H8b
LeeftijdGeslacht
H7
H1
H2a
H3
H2b
H8a
  
 
Figuur 5 Gemodificeerd conceptueel model 
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HOOFDSTUK 3 METHODOLOGIE 
 
In voorgaande hoofdstukken is het onderzoeksmodel gepresenteerd en zijn hypothesen 
geformuleerd. Dit hoofdstuk beschrijft de methode die gebruikt is bij het onderzoek. Eerst wordt 
in paragraaf 3.1 de algemene onderzoeksaanpak behandeld. De volgende paragrafen beschrijven 
achtereenvolgens de methode van dataverzameling, de RFID toepassing, de respondenten.  
Hierna wordt in paragraaf 3.5 de constructie van de vragenlijsten toegelicht. Ten slotte komt in 
paragraaf 3.6 het analysemodel aan bod. 
 
3.1 De onderzoeksaanpak 
In deze paragraaf wordt de onderzoeksopzet besproken. Er wordt nader ingegaan op de 
onderzoekspopulatie, methode die is gebruikt voor het onderzoek en de doorlopen 
procedure. Een onderzoek naar de bruikbaarheid van het UTAUT model voor 
consumentenproducten is een voorbeeld van toetsend onderzoek. Volgens Swanborn (1994) 
wordt in onderzoek gebruik gemaakt van een toetsende benadering als „er in andere situaties 
getoetste en vooralsnog niet onjuist gebleken theorie voorhanden is, alsmede enige kennis over 
de te onderzoeken situatie‟ (p. 158). Op basis van de theorie worden voorspellingen getoetst voor 
een concrete situatie en een concreet tijdstip.  
 
Om het UTAUT model te toetsen wordt in dit afstudeeronderzoek in grote lijnen het 
onderzoeksontwerp van Venkatesh et al. (2003) gevolgd. In grote lijnen, want het verschil in 
context en domein heeft niet alleen gevolgen voor de inhoud van het model, maar ook voor de 
manier waarop de data kan worden verzameld. Venkatesh et al. (2003) hebben binnen vier 
verschillende organisaties de implementatie van nieuwe IT-toepassingen onderzocht. Hierbij 
hebben ze op verschillende tijdstippen metingen verricht. Zowel het gebruik van het nieuwe 
systeem, als de reacties van gebruikers zijn op drie tijdstippen gemeten. In dit onderzoek is 
ervoor gekozen om een groep respondenten te gebruiken die ervaring hebben en gebruik maken 
van de OV-chipkaart in de regio Schiphol. In paragraaf 3.3 wordt hier verder op ingegaan.  
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3.2 De methode van dataverzameling 
De omvang van de benodigde geschikte steekproef wordt veelal bepaald door de grootte van de 
populatie, de gewenste betrouwbaarheid, de nauwkeurigheid en de foutmarge waarmee 
uitspraken kunnen worden gedaan die een zo goed mogelijk beeld geven van de werkelijkheid. 
 
Om het gemodificeerde model te kunnen toetsen is kwantitatieve data verzameld door een 
enquête (online) te verspreiden onder een groep consumenten. Voor dit type onderzoek is een 
enquête (als dataverzamelingsmethode) een zeer gebruikelijke methode (Venkatesh et al., 2003). 
Via een enquête kan namelijk in een korte tijd en met relatief weinig kosten een grote groep 
worden benaderd (Cooper en Schindler, 2006).  
 
3.3 De RFID toepassing 
De RFID toepassing die gekozen is voor dit onderzoek is een commerciële toepassing waarmee 
in het openbaar vervoer betaald kan worden met een chipkaart. Hiermee past de toepassing 
binnen het kader van dit onderzoek. De gekozen RFID toepassing in dit onderzoek is de OV-
chipkaart. Een uitleg van de werking van OV-chipkaart is in de inleiding van de enquête 
opgenomen (zie bijlage 1). Op dit moment is OV-chipkaart in Nederland een toepassing die door 
de Nederlandse consument vrijwillig of niet vrijwillig kan worden aangeschaft.  
 
3.4 Respondenten  
Voor een kwantitatief onderzoek is het belangrijk dat dit representatief is. Hiermee wordt bedoeld 
dat er met het behaalde aantal respondenten uitspraken gedaan mogen worden over de gehele 
doelgroep (Wijnen, et al 2003). In dit afstudeeronderzoek is gekozen voor een groep mensen als 
respondenten in een regio waar de OV-chipkaart een vereiste is voor het reizen in het Openbaar 
Vervoer. De RFID toepassing in de OV-chipkaart wordt gebruikt voor het doen van financiële 
transacties. Om een grotere respons rate te halen is de enquête digitaal uitgezet. De meeste 
mensen uit de respondentengroep hebben toegang tot een computer. De deelnemers zijn vrij om 
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te participeren in het onderzoek en de data wordt in principe anoniem verzameld en verwerkt. 
Hierbij wordt gebruik gemaakt van het e-mailadressenbestand van het vervoerscoördinatie 
Schiphol (VCC). Deelnemers zijn werkzaam in de regio Schiphol. Om de response te verhogen 
worden onder de invullers enkele anonieme OV-chipkaarten verloot (per stuk € 17,50).  
 
3.5 De vragenlijstconstructie 
In het te valideren model voor het gebruik van RFID wordt onderscheid gemaakt tussen 7 
constructen. Elk construct is gebaseerd op literatuuronderzoek. De volgende tabel geeft, per 
construct, aan welk onderzoek aan de basis stond van de uiteindelijke vraagstelling.  
 
Tabel 2: Bron-onderzoek vragenlijst  
Construct  Bron-onderzoek  
 
Performance Expectancy (V1-V4) 
Venkatesh et al. (2003), Cheong, Park & Hwang (2004), Taylor & 
Todd (2001), Venkatesh & Davis (2000)  
Effort Expectancy (V5-V8) Venkatesh et al. (2003), Cheong, Park & Hwang (2004), Taylor & 
Todd (2001), Venkatesh & Davis (2000)  
Facilitating Conditions: Kennis & 
informative (V9-V12) 
Cheong, Park & Hwang (2004) 
Behavioral Intention (V13-V16) Venkatesh et al. (2003)  
Privacy (V17-V20) Pavlou (2001) 
Sociale invloed (V21-V24) Taylor & Todd (2001)  
Use Behavior (V25-V28) Fishbein & Azjen (1975) Ajzen (1991), Davis (1989) 
 
3.6 Analyse model 
In dit onderzoek wordt gebruik gemaakt van een cross sectional design. Hierbij worden zowel de 
afhankelijke als de onafhankelijke variabelen op één meetmoment gemeten. De enquête bevat 28 
stellingen, die inzicht moeten geven in de acceptatie van RFID gebruik. De data die in dit 
onderzoek wordt verzameld, wordt daarom met behulp van Structural Equation Modelling 
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geanalyseerd. Deze techniek biedt de mogelijkheid om ook in gelijktijdig verzamelde data 
causale verbanden te leggen.  
 
Uit tabel 2 hebben de meeste onderzoekers, waaronder ook Venkatesh et al. (2003), een 7-punts 
likert schaal gehanteerd om de variabelen te meten. Coopers en Schindler (2006) hebben de 
betrouwbaarheid ook met een 5-punts likert-schaal gemeten. In dit onderzoek wordt voor de 5-
punts likert schaal gekozen. Een likert schaal is een schaal waar de antwoordcategorieën 
hiërarchisch gerangschikt zijn. De antwoorden zijn onderverdeeld in: "helemaal mee eens" tot 
"helemaal mee oneens".  
 
Om eventuele fouten in de vragenlijst op te sporen voordat deze onder de respondenten is 
uitgezet, is een pretest uitgevoerd. De vragenlijst is aan 5 mensen voorgelegd. Hierna is de 
vragenlijst aangepast. Vervolgens is deze op internet www.thesistools.com gepubliceerd. Online 
onderzoeken leveren naar verhouding meer respondenten op (Illieva, J., et al. 2002) Na een 
tweede pretest onder 5 collega‟s waar enkele technische aanpassingen zijn gedaan, is de enquête 
definitief gepubliceerd. 
 
Om uiteindelijk te kunnen beoordelen of het conceptueel model de gemeten praktijksituatie 
weerspiegelt, is het van belang om eerst te analyseren of de constructen uit het conceptueel model 
goed zijn weergegeven. Betrouwbaarheid en validiteit van deze constructen zijn daarbij het 
uitgangspunt. 
 
De data die gegenereerd wordt door het invullen van de vragenlijsten door respondenten, is 
automatisch in een tabel geplaatst die gebruikt is als spreadsheet en geïmporteerd kon worden in 
de statistische software SPSS (versie 18) en SmartPLS versie 2.0. PLS. Partial Least Squares 
streeft ernaar om de residuele variantie van de afhankelijke variabelen in het model te 
minimaliseren Kline (2011). Dus een op variantie gebaseerde manier om de parameters van 
structurele vergelijkingsmodellen of SEM (Structural Equation Modeling) te schatten (Haenlein 
& Kaplan, 2004). 
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Volgens Chin (1998) hebben analyses op basis van SEM een aantal voordelen ten opzichte van 
de analysetechnieken van de eerste generatie (één afhankelijke variabele en meerdere 
onafhankelijke variabelen) zoals factoranalyse, discriminantanalyse of clusteranalyse. Zoals ook 
het artikel van Gefen et al.(2000) beschrijft dat het mogelijk is om met SEM modellen te testen 
die opgebouwd zijn uit meerdere afhankelijke variabelen in combinatie met een aantal 
onafhankelijke variabelen. Bovendien kan door het gebruik maken van SEM ook variabelen 
opgenomen worden die niet rechtstreeks meetbaar zijn, de zogenaamde latente variabelen. Een 
ander voordeel is dat variabelen bepaalde meetfouten mogen bevatten zonder daarvoor 
uitgesloten te worden uit het model. 
 
In verschillende fasen zullen de onderzoekresultaten beschreven en geanalyseerd worden. De 
uitwerking van alle analyses en resultaten zijn in hoofdstuk 4 opgenomen. 
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HOOFDSTUK 4 RESULTATEN 
 
In hoofdstuk 4 worden de resultaten van het onderzoek. In paragrafen 4.1 en 4.2 worden het 
uitgevoerde onderzoek en data toegelicht. Vervolgens worden de meetinstrumenten bekeken op 
de betrouwbaarheid en validiteit in de paragraven 4.3 en 4.4. In de laatste paragraaf van dit 
hoofdstuk worden de hypothesen getoetst.  
 
4.1 Het onderzoek 
Het verklarend onderzoek is uitgevoerd aan de hand van het in de paragraaf  2.5 beschreven 
onderzoeksmodel. Dit model, dat gebaseerd is op het UTAUT-model van Venkatesh et al (2003), 
voorspelt de invloeden op de gebruiksintentie - en daarmee het gebruik - van nieuwe mobiele 
technologie. Tevens voorspelt het model de impact die het gebruik van een nieuwe technologie 
heeft.  
 
Voor het berekenen van de steekproef wordt de site: www.allesovermarktonderzoek.nl/steekproef 
gebruikt. De volgende formule om het aantal respondenten te berekenen: 
n>= N x z² x p(1-p)  
        z² x p(1-p) + (N-1) x F²  
 
De uitkomst van bovengenoemde berekening geeft dus aan hoeveel respondenten je minimaal 
terug moet hebben. Hierbij is:  
n = het aantal benodigde respondenten. Altijd naar boven afronden 
z = de standaardafwijking bij een bepaald betrouwbaarheid %. Dus 1,96 bij 95% 
betrouwbaarheid. Deze wordt bijna altijd gebruikt. Zie voor andere getallen de boeken statistiek. 
N = de grootte van de populatie 
p = de kans dat iemand een bepaald antwoord geeft (in de meeste gevallen 50%) 
F = de foutmarge vaak wordt hierbij 3%, 5% of 7% 
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Bij het invullen van de formule wordt er uitgegaan van een populatie van 400 openbaar vervoer 
gebruikers, een maximale nauwkeurigheidsafwijking van 5%, en een betrouwbaarheids-
percentage van 95%. De steekproefcalculator heeft de hoeveelheid benodigde respondenten op 
197 vastgesteld.  
 
4.2 Dataverwerking 
Voor het verkrijgen van data is gebruik gemaakt van a-selecte steekproef. Dit type van steekproef 
wordt gebruikt in verklarend onderzoek. De selectie van de steekproef gebeurt op basis van 
gemak en beschikbaarheid. Dit type heeft als voordeel dat het praktisch, snel, goedkoop en 
eenvoudig is. Nadelen hiervan is dat er geen uitspraken over de totale populatie gedaan mag 
worden, de resultaten geven een oppervlakkig beeld van de realiteit. 
De enquête is van 4 juli tot 22 juli 2011 verspreid onder 400 openbaar vervoer gebruikers 
werkzaam op één bedrijf. Vijf dagen na de publicatie van de enquête op de website, zijn er 90 
respondenten geweest die deze hebben ingevuld. De enquête heeft ruim 2 1/2 week online 
gestaan en in totaal 235 respondenten opgeleverd. Een aantal respondenten heeft de enquête niet 
volledig ingevuld, in totaal worden 17 niet meegenomen in de analyse. Volledig bruikbaar voor 
analyse zijn dus 218 reacties. Dat geeft een respons rate van 56,9% (218/400-/-17*100%). 
Hiervan zijn 141 mannen en 77 vrouwen die de enquête volledig hebben ingevuld. Wat betreft 
het geslacht van de respondenten het onderstaande tabel (tabel 3) toont een hogere respons voor 
mannen.  
 
Tabel 3: verdeling naar geslacht en leeftijd 
Leeftijd Man Vrouw Totaal 
<= 25 jaar 
26-45 jaar 
>= 46jaar 
 
    Totaal 
 1 
69 
71 
 
141 (64,7 %) 
1 
53 
23 
 
77  (35,3%) 
 2 
122 
 94 
  
218 (100%) 
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4.3 Betrouwbaarheid 
Om de betrouwbaarheid te meten worden de factorlading en Cronbach‟s Alpha berekend. 
Factorlading is dat per factor nagegaan wordt welke variabelen (items) 'hoog laden op die factor' 
en of deze items ook inderdaad een betrouwbare schaal vormen. Van betrouwbaarheid is er 
sprake als factorlading hoger is dan 0,5 (Hulland, 1999; White et al. 2003). Cronbach‟s 
coëfficiënt alpha is een maat om de interne consistentie van een schaal na te gaan, in dit geval 
geldt dat Cronbach‟s coëfficiënt alpha groter moet zijn dan 0,70 (Dunn et al.1994). Om aan deze 
voorwaarden te kunnen voldoen zijn enkele items in de constructen faciliteiten  en 
gebruiksgedrag  hercodeerd. Het gaat om item “Ik weet erg weinig over de OV chipkaart” in 
faciliteiten en  in gebruiksgedrag om items “Het gebruiken van de OV chipkaart zou veel 
inspanning van mij vergen” en “Doordat je moet in en uitchecken is de OV chipkaart lastig in 
gebruik”. Tabel 4 en Tabel 5 laten een betrouwbare schaalverdeling zien. 
 
Tabel 4: Cronbach’s alpha op factor niveau (SPSS) 
 
Constructen   Aantal items  Cronbach’s Alpha  
Verwachte prestatie   4    0,839 
Verwachte inspanning  4    0,799 
Faciliteiten    4    0,785 
Privacy    4    0,846 
Gebruiksintensiteit   4    0,963 
Gebruiksgedrag   4    0,773 
Sociale invloed   4    0,910 
 
In tabel 5 zijn de resultaten per item opgenomen. De constructen die in het conceptueel model 
zijn opgenomen en die gemeten zijn aan de hand van de verschillende items in de vragenlijst, 
komen voort uit constructen die door Venkatesh et al. (2003) zijn ontwikkeld.  
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Tabel 5:  Statistische resultaten per item 
 Items Ge-
mid. 
Std. 
Dev. 
Factor 
Lading 
T-value Skewness Kurtois 
 
Verwachte 
prestatie  
(PE) 
De OV chipkaart is een handig 
betaalmiddel. 
Met de OV chipkaart kan ik 
sneller afrekenen. 
De OV chipkaart is een 
overzichtelijkere manier van 
betalen. 
De OV chipkaart heeft 
voordelen ten opzichte van de 
huidige betaalwijze. 
 
2,33 
 
2,23 
 
 
3,18 
 
 
2,60 
 
1,006 
 
0,937 
 
 
1,144 
 
 
1,087 
 
0,899 
 
0,830 
 
 
0,712 
 
 
0,833 
 
44,557 
 
20,089 
 
 
10,822 
 
 
21,852 
 
 0,751 
 
 0,766 
 
 
-0,200 
 
 
 0,445 
 
-0,015 
 
 0,186 
 
 
-0,871 
 
 
-0,661 
 
Verwachte 
inspanning 
(EE) 
De werking van de OV 
chipkaart is duidelijk. 
Het betalen met de OV chipkaart 
is gemakkelijk. 
De OV chipkaart is eenvoudig in 
het gebruik. 
Ik hoef niet veel moeite te doen 
om de werking van OV 
chipkaart te leren. 
 
2,66 
 
2,19 
 
2,37 
 
 
2,44 
 
1,004 
 
0,835 
 
0,995 
 
 
1,055 
 
0,773 
 
0,728 
 
0,846 
 
 
0,793 
 
15,188 
 
10,079 
 
25,649 
 
 
17,287 
 
0,420 
 
0,928 
 
0,785 
 
 
0,752 
 
-0,537 
 
 1,200 
 
-0,010 
 
 
-0,034 
 
Faciliteiten 
(FC) 
Informatie over de OV chipkaart 
is gemakkelijk te vinden. 
Er is voor mijn veel onduidelijk 
over de OV chipkaart. 
Ik weet erg weinig over de OV 
chipkaart. 
Er is voldoende informatie over 
de OV chipkaart beschikbaar. 
 
2,84 
 
2,96 
 
2,65 
 
2,71 
 
0,924 
 
1,020 
 
1,038 
 
0,883 
 
0,723 
 
0,886 
 
0,788 
 
0,693 
 
11,047 
 
32,943 
 
16,522 
 
 6,163 
 
0,360 
 
-0,153 
 
-0,501 
 
0,247 
 
-0,410 
 
-0,829 
 
-0,444 
 
-0,328 
 
Privacy 
(PRIV) 
Ik ben er zeker van dat de 
vervoersbedrijven persoonlijke 
informatie van consumenten niet 
zullen delen met derden. 
Ik geloof dat mijn persoonlijke 
 
 
 
3.65 
 
 
 
 
0,904 
 
 
 
 
0,744 
 
 
 
 
7,062 
 
 
 
 
-0,233 
 
 
 
 
-0,354 
 
  
 
 33 
 Items Ge-
mid. 
Std. 
Dev. 
Factor 
Lading 
T-value Skewness Kurtois 
gegevens niet zonder mijn 
toestemming worden 
doorverkocht aan derden van 
commerciële doeleinden. 
Over het geheel gezien ben ik er 
zeker van dat mijn privacy niet 
zal worden geschaad door 
vervoersbedrijven. 
Ik denk dat vervoersbedrijven 
genoeg moeite doen om te 
voorkomen dat onbevoegdheden 
toegang krijgen tot mijn 
persoonlijke gegevens. 
 
 
 
3,39 
 
 
 
3,52 
 
 
 
 
3,35 
 
 
 
1,007 
 
 
 
0,917 
 
 
 
 
0,973 
 
 
 
0,835 
 
 
 
0,864 
 
 
 
 
0,817 
 
 
 
14,663 
 
 
 
20,785 
 
 
 
 
14,776 
 
 
 
-0,172 
 
 
 
-0,141 
 
 
 
 
0,161 
 
 
 
-0,523 
 
 
 
-0,472 
 
 
 
 
-0,704 
Gebruiks- 
intentie 
(BI) 
Ik ben van plan de OV chipkaart 
in de toekomst te blijven (gaan) 
gebruiken. 
Ik verwacht de OV chipkaart in 
de toekomst te blijven gaan 
gebruiken. 
Ik heb de intentie de OV 
chipkaart in de toekomst te 
blijven (gaan) gebruiken. 
Het ligt voor de hand dat ik de 
OV chipkaart in de toekomst ga 
gebruiken toekomst te gaan 
gebruiken. 
 
 
2,23 
 
 
2,17 
 
 
2,26 
 
 
 
2,12 
 
 
0,898 
 
 
0,862 
 
 
0,946 
 
 
 
0,930 
 
 
0,966 
 
 
0,961 
 
 
0,950 
 
 
 
0,919 
 
 
100,379 
 
 
61,528 
 
 
40,152 
 
 
 
40,153 
 
 
0,753 
 
 
0,862 
 
 
0,946 
 
 
 
0,930 
 
 
0,591 
 
 
1,125 
 
 
0,751 
 
 
 
1,108 
 
Gebruiks-  
Gedrag 
(USE) 
Het gebruiken van de OV 
chipkaart zou veel inspanning 
van mij vergen. 
Het leren omgaan met de OV 
chipkaart lijkt me eenvoudig. 
De OV chipkaart is na een uitleg 
gemakkelijk te gebruiken. 
 
 
2,31 
 
2,28 
 
2,16 
 
 
0,854 
 
0,802 
 
0,733 
 
 
0,800 
 
0,853 
 
0,832 
 
 
17,456 
 
30,688 
 
16,909 
 
 
0,840 
 
0,544 
 
0,667 
 
 
0,664 
 
-0,004 
 
1,044 
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 Items Ge-
mid. 
Std. 
Dev. 
Factor 
Lading 
T-value Skewness Kurtois 
Doordat je moet in en 
uitchecken is de OV chipkaart 
lastig in gebruik. 
 
 
3,23 
 
 
1,193 
 
 
0,670 
 
 
 9,398 
 
 
-0,068 
 
 
-1,020 
 
Sociale  
Invloed 
(SI) 
Mensen in mijn omgeving 
vinden dat ik de OV chipkaart 
zou moeten gebruiken. 
Mensen die belangrijk voor mij 
zijn vinden dat ik de OV 
chipkaart zou moeten gebruiken. 
Mensen die mijn gedrag 
beïnvloeden vinden dat ik een 
OV chipkaart moet gebruiken. 
Als veel vrienden en kennissen 
een OV chipkaart gebruiken, zal 
ik dat waarschijnlijk ook doen. 
 
 
3,36 
 
 
3,41 
 
 
3,48 
 
 
3,44 
 
 
0,870 
 
 
0,907 
 
 
0,912 
 
 
1,007 
 
 
0,912 
 
 
0,947 
 
 
0,939 
 
 
0,730 
 
 
19,472 
 
 
28,197 
 
 
24,791 
 
 
 6,982 
 
 
0,296 
 
 
0,257 
 
 
0,220 
 
 
0,111 
 
 
0,060 
 
 
-0,199 
 
 
-0,281 
 
 
-0,725 
 
Geslacht 
 
 
V31 
 
1,35 
 
0,479 
 
1,000 
 
- 
 
0,618 
 
-1,633 
 
 
Leeftijd 
 
 
V32 
 
2,43 
 
0,532 
 
1,000 
 
- 
 
0,278 
 
-1,014 
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4.4 Validiteit 
Voor het testen van de geldigheid worden de convergent validity en discriminant validity 
beoordeeld. Als vuistregel geldt  als de „Average Variance Extracted‟ hoger is dan 0,50 dan is de 
convergerende geldigheid acceptabel (Roca et al. (2009). Als het kwadraat van de AVE beter 
correleert met zijn eigen metingen dan dat met de andere latente variabele dan suggereert dit een 
goede discriminerende en convergerende geldigheid (Gil-Garcia) 2005. Een tweede regel voor de 
composite realiability en Cronbach‟s alpha wordt vaak gebruikt dat een schaal „goed‟ is als ≥ 
0,80, „redelijk‟ als ≥ 0,60 en ≤0,80 en „slecht‟ als ≤0,60 Nunnaly & Bernstein (1994). Tabel 6 laat 
zien dat aan alle eisen is voldaan, hierbij is gebruik gemaakt van SmartPLS.  
 
Tabel 6: Statistische resultaten op factor niveau  
 AVE Composite 
Reliability 
Cronbachs R² 
Verwachte prestatie 0,680 0,894 0,843  
Verwachte inspanning 0,622 0,868 0,797  
Faciliteiten 0,607 0,859 0,785  
Privacy 0,683 0,896 0,854  
Gebruiksintentie 0,903 0,974 0,964 0,489 
Gebruiksgedrag 0,628 0,870 0,800 0,607 
Sociale invloed 0,800 0,941 0,913  
 
Discriminant validity is dat een construct meer variantie moet delen met de eigen items dan met 
andere constructen. Hieronder zijn de resultaten van de analyse van discriminant validity 
weergegeven. In deze tabel staat op de diagonaal de wortel van de AVE en zijn de overige 
getallen inter-correlaties tussen constructen. Uit de tabel valt af te leiden dat de variabelen een 
AVE waarde hebben die hoger is dan 0,50, een goede convergerende geldigheid (Roca et al., 
2009). Daarnaast hebben alle variabelen een grotere samenhang met zichzelf dan met de andere 
variabelen. Hieruit kan er geconcludeerd worden dat de variabelen een goede construct validiteit 
hebben (Gil-Garcia, 2005).  
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 In tabel 6 staat ook de determinatiecoëfficiënt R² vermeld, de waardes van deze constructen 
geven een indicatie aan in welke mate het model er in slaagt de variantie te verklaren. Ongeveer 
49% van de variantie in de gebruiksintentie wordt verklaard door de variabele verwachte 
prestatie. En ruim 61% van de variantie in het gebruiksgedrag door variabele verwachte 
inspanningen en faciliteiten.  
Tabel 7 Resultaten op factor niveau 
 (1) (2) (3) (4) (5) (6) (7) 
(1) Verwachte prestatie 0,68       
(2) Verwachte inspanning 0,59 0,62      
(3) Faciliteiten 0,66 0,50 0,61     
(4) Privacy 0,37 0,44 0,37 0,68    
(5) Gebruiksintentie 0,65 0,50 0,45 0,42 0,90   
(6) Gebruiksgedrag 0,58 0,75 0,62 0,30 0,47 0,62  
(7) Sociale invloed 0,21 0,31 0,21 0,20 0,31 0,15 0,80 
Noot: Alle correlaties zijn significant op het niveau van 0,05 
 
4.5 Hypothese toetsing 
De resultaten van het structurele model zijn weergegeven in tabel 8. Op basis van deze resultaten 
dient de hypothese toetsing plaats te vinden. De hypothesen zijn getoetst bij een 
significantieniveau van 0,05. In de wetenschap is het gebruikelijk om te kiezen voor een 
significantieniveau van 5%. Omdat de absolute T-waarden van H2a, H2b, H3, H4, H6, H7 en 
H8a, H8b (Cheng et al. 2008) kleiner zijn dan 1,98 worden deze hypothesen niet ondersteund en 
dus verworpen. De tabel laat ook twee significante relaties zien. Namelijk een matige relatie 
tussen verwachte prestatie en gebruiksintentie (ß = 0,468 t = 4,971) en een sterke relatie tussen 
faciliteiten en gebruiksgedrag (ß = 0,208 en t=2,116).  
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Tabel 8: Resultaten structureel model    
Hyp Relatie Coëfficiënt T-waarde P-waarde Conclusie 
H1 Verwachte prestatie  Gebruiksintentie 0,468 4,971 < 0,05 Ondersteund H1 
H2a 
 
H2b 
Verwachte prestatie  Gebruiksintentie + 
geslacht 
Verwachte prestatie  Gebruiksintentie + 
leeftijd 
 
-0,047 
 
-0,059 
 
0,439 
 
0,509 
 
> 0,05 
 
> 0,05 
Niet Ondersteund 
H2a 
Niet Ondersteund 
H2b 
H3 Verwachte inspanning  Gebruiksintentie  
0,155 
 
1,819 
 
> 0,05 
Niet Ondersteund H3 
H4 Sociale invloed  Gebruiksintentie 0,108 1,373 > 0,05 Niet Ondersteund H4 
H5 Faciliteiten  Gebruiksgedrag 0,208 2,116 < 0,05 Ondersteund H5 
H6 Privacy  Gebruiksintentie 0,099 1,199 > 0,05 Niet Ondersteund H6 
H7 Gebruiksgedrag  Gebruiksintentie  0,102 1,232 > 0,05 Niet Ondersteund H7 
H8a 
 
H8b 
Verwachte inspanning   Gebruiksgedrag 
+ geslacht 
Verwachte inspanning   Gebruiksgedrag 
+leeftijd 
 
-0,082 
 
-0,044 
 
0,710 
 
0,545 
 
> 0,05 
 
> 0,05 
Niet Ondersteund 
H8a 
Niet Ondersteund 
H8b 
Noot : de hypothese verwerpen als p >0,05  
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HOOFDSTUK 5 DISCUSSIE, CONCLUSIE EN AANBEVELINGEN 
 
In de eerste paragraaf wordt aangegeven of het resultaat van het onderzoek in overeenstemming 
is met de literatuurstudie. In de paragraaf 5.2 volgen de conclusies en beperkingen en als laatste 
worden suggesties gedaan voor vervolgonderzoek, in paragraaf 5.3. 
 
5.1 Discussie 
Het UTAUT model van (Venkatesh et al, 2003) is het belangrijkste theoriemodel voor 
adoptieonderzoek naar een nieuw product. Het model kent vier variabelen (verwachte prestatie, 
verwachte inspanning, sociale invloed en faciliteiten) die een directe invloed hebben op de 
gebruiksintentie. En twee variabelen faciliteiten en gebruiksintentie die een directe invloed 
hebben op het gebruiksgedrag. De resultaten uit dit onderzoek laten zien dat de verwachte 
prestatie een significante relatie heeft met de gebruiksintentie en dat faciliteiten een significante 
relatie heeft met het gebruiksgedrag. Dit is in overeenstemming met wat in de theorie wordt 
gesteld door Venkatesh et al. (2003). De andere variabelen hebben echter geen directe statistische 
relaties met de gebruiksintentie en het gebruiksgedrag aangetoond. Dit is dus in tegenspraak met 
de theorie. Het is opvallend dat de variabele verwachte inspanning, in het UTAUT model als 
tweede voorspeller van gebruiksintentie in dit onderzoek geen directe relatie heeft. Uit een 
onderzoek van Gefen et al. (2003) van het Technologie Acceptance Model (TAM) is gebleken 
dat verwachte inspanning niet altijd een direct effect heeft op de gebruiksintentie.  
Gefen et al.(2003) heeft aangetoond dat technologie twee rollen heeft bij de verwachte 
inspanning. Een rol als technologie zelf het product is en de tweede rol als technologie wordt 
gebruikt om het product te ondersteunen. De eerste (intrinsieke) rol heeft wel een invloed op 
gebruiksintentie en de tweede (excentrieke) rol geen invloed. De excentrieke rol is van toepassing 
op dit onderzoek naar het gebruik van de OV-chipkaart die ondersteund wordt door RFID. Ook 
de variabele sociale invloed heeft met de gebruiksintentie geen significante relatie. De mogelijke 
beïnvloeding door vrienden en familie om de OV-chipkaart te gaan gebruiken, is in dit onderzoek 
niet bewezen. Alhoewel, diverse studies (He & Lu, 2007; Zhou, 2008) hebben aangetoond dat 
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sociale invloed wel effect heeft op de gebruiksintentie, heeft de omgeving van de gebruiker van 
OV-chipkaart in dit onderzoek geen invloed. Een mogelijke verklaring ligt in het feit dat de 
genoemde studies zich vooral richten op een andere RFID toepassing, namelijk draadloze 
transacties via de mobiele telefoon.  
De variabele faciliteiten heeft invloed op het gedrag van de OV-chipkaart gebruiker. 
Consumenten vinden het belangrijk dat de informatie over de OV-chipkaart beschikbaar en 
bereikbaar moet zijn. Deze relatie is ook door Venkatesh et al. (2003) aangetoond, de variabele 
faciliteiten heeft een significante invloed op het gebruiksgedrag.   
 
Ook de perceptie van privacy heeft geen directe invloed op de intentie tot OV-chipkaart gebruik. 
Een mogelijke verklaring hiervoor kan zijn dat variabele privacy ondersteuning nodig heeft van 
een onafhankelijke variabele, in dit geval van verwachte prestatie, verwachte inspanning of 
sociale invloed. In het onderzoek van Pollack (2008) wordt in geval van een niet-lineaire relatie 
gesproken over „satifiers‟ en „dissatisfiers‟. Deze twee factoren ook bekend als „hygiëne-
factoren‟ zijn beschreven door Herzberg (1968). De variabele privacy wordt in dit onderzoek 
waarschijnlijk gezien als  een „dissatisfier‟, omdat consumenten hier vanzelfsprekend vinden dat 
de persoonlijke gegevens beschermd worden. 
Uit de resultaten blijkt dat consumenten bedrijven, die hun klantgegevens beheren niet volledig 
vertrouwen. De consumenten denken dat deze bedrijven de gegevens zullen delen met andere 
bedrijven of zelfs zullen verkopen voor commerciële doeleinden. Uit de onderzochte literatuur 
van (Hossain & Prybutok, 2008; Roussos & Moussouri 2004) blijkt dat de relevantie van 
informatie privacy op een veilige manier van verzamelen van klantgegevens voordelen kan 
opleveren voor zowel de consument als het bedrijf. Ook is er aangetoond dat als de consument 
extra voordelen krijgt met het RFID gebruik dat ze niet negatief staan tegenover het verzamelen 
van hun klantgegevens door bedrijven. Een andere mogelijke verklaring kan zijn dat de 
vraagstellingen over privacy de beveiligingsaspecten over de persoonlijke gegevens 
benadrukken. Dijkstra (2009) heeft in zijn onderzoek geconcludeerd dat de variabele beveiliging 
een grotere invloed heeft op de gebruiksintentie dan de privacy. Verder hebben de modererende 
variabelen (geslacht en leeftijd) op de gebruiksintentie in dit onderzoek ook geen significante 
relaties aangetoond. Venkatesh et al. (2003) vonden in hun onderzoek wel degelijk een verband 
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tussen verwachte inspanning en gebruiksintentie gemodereerd door geslacht. Hierbij was de 
invloed van vrouwen groter dan mannen.  
 
Concluderend de variantie (49%) in gebruiksintentie wordt voor een groot deel door de variabele 
verwachte prestatie verklaard en de variantie (61%) in gebruiksgedrag wordt voor een groot deel 
verklaart door faciliteiten. Veel minder dan Venkatesh et al. (2003) in hun onderzoek hebben 
kunnen aantonen, namelijk 70% van de variantie in de gebruiksintentie.  
 
5.2 Conclusie 
In deze paragraaf zullen de conclusies omtrent de beantwoording van de centrale 
onderzoeksvraag worden gegeven. Om antwoord te kunnen geven op deze onderzoeksvraag, zijn 
er deelvragen opgesteld en is er gebruik gemaakt van het UTAUT-model van Venkatesh et al 
(2003). Dit model is aangevuld met de variabele privacy en twee modererende variabelen 
geslacht en leeftijd. Tijdens de analyse zijn alle variabelen betrouwbaar en valide gebleken. Wat 
de veronderstelde relaties betreft, deze zijn niet allemaal aangetoond door dit onderzoek. Van de 
10 opgestelde hypothesen, zijn er twee statistisch significant gebleken. 
 
Eerste deelvraag: 
1. Welke aspecten spelen een rol bij de gebruiksintentie en het gebruiksgedrag van RFID?  
 
Op basis van het onderzoek kan geconcludeerd worden dat de variabelen verwachte prestatie en 
faciliteiten een positieve rol spelen bij de gebruiksintentie en het gebruiksgedrag van het RFID 
product. Uit de resultaten komt naar voren dat consumenten positief reageren op de handigheid 
van het product en sneller kunnen afrekenen met het product. Dit zijn indicatoren die de 
verwachte prestatie bepalen. Consumenten weten dat er informatie over het product beschikbaar 
is en waar zij deze informatie kunnen vinden. Dit zijn indicatoren van de variabele faciliteiten. 
 
Tweede deelvraag: 
2. Hoe hangen privacy, sociale factoren, kennis en informatie over RFID samen?  
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Er is geen significante onderlinge relatie tussen de variabelen privacy, sociale invloed en 
faciliteiten aangetoond. Sociale invloed speelt geen significante rol bij de acceptatie en het 
gebruik van RFID product. Een verklaring kan liggen in het gekozen product, de OV-chipkaart. 
De OV-chipkaart is nodig om te kunnen reizen in het openbaar vervoer. De consument kan wel 
een losse kaart (wegwerpkaart) bij de buschauffeur kopen. Echter de ritprijs van de wegwerpkaart 
is hoger dan bij de OV-chipkaart. Dus kiezen consumenten voor de voordelige optie en heeft de 
omgeving hier geen invloed op. Wat de perceptie van privacy betreft laat dit onderzoek zien dat 
consumenten geen vertrouwen hebben dat bedrijven zorgvuldig met hun klantgegevens omgaan. 
Consumenten denken dat bedrijven deze delen met derden teneinde commercieel voordeel te 
behalen. Resultaten laten zien dat consumenten kennis en informatie over de OV-chipkaart 
belangrijk vinden. De onduidelijkheid over het RFID product blijkt zwaar te wegen in het 
acceptatiegedrag (Sarma et al., 2003).  
Op basis van de verkregen resultaten en antwoorden op de deelvragen volgt het antwoord op de 
probleemstelling: 
Welke factoren hebben een invloed op de gebruiksintentie en gebruiksgedrag van RFID en welke 
invloed heeft de perceptie van de privacy in het bijzonder op de gebruiksintentie? 
 
De meest opvallende uitkomst van dit onderzoek is de belangrijke rol die faciliteiten (kennis en 
informatie) speelt in het voorspellen van het gebruiksgedrag. Veel consumenten blijken namelijk 
weinig kennis te hebben over de werking van RFID (Poole et al., 2008, Jones et al., 2004). 
Hierdoor zien consumenten mogelijkerwijs niet de voordelen van de OV-chipkaart. Omdat deze 
percepties in de tijd kunnen veranderen zijn consumenten mogelijk na een tijdje gewend geraakt 
aan de OV-chipkaart (Müller-Seitz et al., 2009). Daarnaast is de rol van verwachte prestatie op 
gebruiksintentie hier matig te noemen. De factoren verwachte inspanning, sociale invloed en 
privacy spelen bij de gebruiksintentie van dit RFID product geen tot een zwakke rol. Uit het 
onderzoek van Ngai et al. (2008)  is ook geen invloed van privacy op de gebruiksintentie van 
RFID waargenomen. 
  
 
 42 
 
Theoretische implicaties 
De belangrijkste reden om in dit onderzoek het UTAUT model van Venkatesh et al. (2003) als 
verklarend model te gebruiken, is de hoge verklarende kracht van het model. In dit onderzoek is 
het oorspronkelijk model aangevuld en is het aangepaste UTAUT model toegepast op de 
gebruiksintentie en het gebruiksgedrag van de OV-chipkaart in de regio Schiphol. Toch blijft het 
percentage verklaarde variantie dat in dit onderzoek is gevonden behoorlijk achter bij het 
percentage dat Venkatesh et al. (2003) in hun onderzoek bereikten; 49% voor het aangepaste 
UTAUT model tegenover 70% voor het oorspronkelijke UTAUT model. Wellicht moet het 
verschil gezocht worden in het aantal respondenten, aantal meetmomenten en de 
constructvaliditeit van de items. In dit onderzoek zijn 218 respondenten op één meetmoment 
gemeten. Venkatesh et al. (2003) hebben 133 respondenten op drie meetmomenten gemeten. 
Daarnaast is dit onderzoek uitgevoerd onder consumenten voor een andere RFID toepassing. 
Hieruit is gebleken dat de oorspronkelijke relatie in het UTAUT model tussen verwachte 
inspanning en gebruiksintentie  niet significant is en dus is het model niet zonder aanpassingen 
hier te gebruiken.   
Verder blijkt dat de ingebrachte variabele privacy geen invloed heeft op gebruiksintentie. Ook de 
twee modererende variabelen geslacht en leeftijd hebben geen invloed op gebruiksintentie en 
gebruiksgedrag. Dit in tegenstelling tot wat Venkatesh et al. (2003) vaststelden, die heeft wel 
significante relaties van de verwachte inspanning en verwachte prestatie met de gebruiksintentie 
en het gebruiksgedrag aangetoond. 
 
Praktische implicaties 
Uit de onderzoeksresultaten kunnen een aantal conclusies getrokken worden en aanbevelingen 
gedaan worden aan bedrijven die RFID producten op de consumentenmarkt aanbieden. Het 
onderzoek heeft aangetoond dat de relatie van verwachte prestatie op gebruiksintentie matig is. 
Dit wil zeggen dat de prestaties van het RFID product de consument kan overhalen om tot 
gebruik over te gaan. Verwachte inspanning op gebruiksintentie heeft geen direct effect. 
Bedrijven dienen rekening te houden met het feit dat consumenten het RFID product gaan 
gebruiken als het voordelen oplevert ten opzichte van de “oude” situatie. Ingeval van de OV-
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chipkaart , deze kaart is duurzamer dan de “papieren strippenkaart”. Daarnaast levert de OV-
chipkaart een ander voordeel, dat deze in al het openbaar vervoer in heel Nederland te gebruiken 
is. Mensen vinden belangrijk dat bedrijven beschikbare informatie over het RFID product 
toegankelijk maken. Consumenten willen vooraf geïnformeerd worden wat de voor- en nadelen 
van het product zijn voordat zij tot gebruik overgaan. Bedrijven dienen daarom bij de invoering 
van een RFID product rekening te houden met de percepties van de consument. 
 
5.3 Aanbevelingen 
Uit de vorige paragrafen zijn enkele punten naar voren gekomen die als onderwerp kunnen 
dienen voor toekomstig onderzoek. Sinds de opkomst van RFID toepassingen, maken steeds 
meer bedrijven gebruik van deze technologie om consumentenproducten te voorzien een RFID 
chip. Hierbij wordt vooral gekeken naar de kosten besparing en efficiëntie. Er wordt te weinig of 
geen aandacht besteed aan de technische aspecten, operationele ondersteuning en implementatie. 
Verdere onderzoek is nodig om transparantie in de RFID toepassingen weer te geven door 
variabelen als kwaliteit van het systeem en zichtbaarheid van het resultaat te toetsen in het 
UTUAT model. 
 
Diverse onderzoeken naar RFID toepassingen zijn gedaan in de consumentenmarkt (Dijkstra 
2009) en de technologische sector (Astani & Bjorke, 2007). Onderzoeken in andere sectoren als 
detailhandel en ziekenhuizen kunnen andere inzichten opleveren. Toekomstig onderzoek kan 
meer duidelijkheid geven over de waarde van aanpassing van het UTAUT model op 
verschillende typen RFID toepassingen.  
 
Omdat het onderzoek digitaal is afgenomen is mogelijk dat medewerkers die weinig tot geen 
gebruik maken van de computer, ondervertegenwoordigd zijn in dit onderzoek. Toekomstig 
onderzoek kan door toepassing van alternatieve methoden deze groep bereiken. Behalve de 
papieren vragenlijst kan de onderzoeker ook kiezen voor een handheld computer.  
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Toekomstig onderzoek zou zich verder kunnen richten op het onderzoeken van aanvullende 
factoren die een groter deel van de variantie verklaren in intentie tot gebruik van RFID 
toepassing. Dit kan door factoren als vertrouwen, beveiliging en faciliteiten op infrastructuur toe 
te voegen aan het conceptueel onderzoeksmodel.  
 
Daarnaast blijkt uit diverse studies (Chen & Park, 2004) dat culturele aspecten een invloed 
kunnen hebben op de gebruiksintentie van RFID. Cross nationale onderzoek kan meer inzicht 
geven over de resultaten per land. 
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Bijlage 1 
 
INLEIDING ENQUÊTE 
 
Als afsluiting van mijn masteropleiding Master of Science in Management aan de Open 
Universiteit doe ik onderzoek naar de consumentenacceptatie van Radio Frequency Identification 
(RFID). Radio Frequency Identification (RFID) is een draadloze identificatietechnologie die ook 
wel omschreven wordt als de technologie van de toekomst.  
 
Het onderzoek moet inzicht geven in de acceptatie van deze technologie die in 
consumentenproducten worden gebruikt. In de toekomst zal de consument meer te maken krijgen 
met RFID-toepassingen. Een bekend voorbeeld is de OV-chipkaart, een betaalmiddel voor al het 
openbaar vervoer in Nederland. Met behulp van een vragenlijst probeer ik inzicht te krijgen in 
factoren die voor u van belang zijn in het gebruik van RFID-toepassing, specifiek de OV-
chipkaart.  
 
BELANGRIJK:  
Alle gegevens worden vertrouwelijk behandeld.  
Opslag van gegevens geschiedt volledig anoniem en zal alleen gebruikt worden voor de 
statistische analyse.  
 
Deze enquête bestaat uit 28 vragen. Het invullen van de enquête kost u ongeveer 10 minuten.  
Onder de ingezonden enquêtes wordt een prijs verloot, hiervoor dient u de ingevulde 
vragenlijst vóór ……… (datum) ingeleverd of opgestuurd te hebben.  
 
Geeta Ghurahoo 
06-22395786 
ghurahoo_g@schiphol.nl  
 
Hartelijk dank voor het invullen van deze vragenlijst! 
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VRAGENLIJST OV-CHIPKAART 
 
Inleiding 
 
Wat is de OV-chipkaart en hoe werkt deze? Die vragen worden hieronder uitgelegd in het geval u 
nog niet precies weet wat de functie van de OV-chipkaart is.  
 
Wat is de OV-chipkaart? 
De OV-chipkaart is een betaalmiddel voor het openbaar vervoer. De kaart is even groot als een 
bankpas en bevat een RFID-chip, waarbij de unieke code van de chip wordt gekoppeld aan een 
saldo. Om te kunnen reizen laadt u eerst saldo of een reisproduct op uw OV-chipkaart:  
 Een reisproduct is bijvoorbeeld een abonnement of een dagkaart.  
 Het saldo is een bedrag in euro‟s. Dit saldo kan bijvoorbeeld worden opgewaardeerd bij 
de oplaadpunten met een bankpas of automatisch, door de bankrekening te koppelen aan 
de kaart. Automatisch bijschrijven is alleen mogelijk bij de persoonlijke OV-chipkaart. 
 
 
Hoe werkt de OV-chipkaart? 
Bij het begin van uw reis in het openbaar vervoer houdt u uw OV-chipkaart tegen het scherm van 
een poortje of losse kaartlezer. Daarna gaat het poortje open of geeft de kaartlezer een 
bevestigingssignaal. Aan het eind van uw reis checkt u op dezelfde manier uit, u houdt uw OV-
chipkaart tegen het scherm van een poortje of een losse kaartlezer. Wanneer u op saldo reist, 
wordt bij het inchecken een instaptarief van uw saldo afgeschreven. Bij het uitchecken wordt het 
instaptarief teruggestort en worden de gereisde kilometers in rekening gebracht. Als u niet 
uitcheckt, betaalt u dus het volledige instaptarief.  
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Vragenlijst 
Wilt u aangeven in welke mate u het eens of oneens bent met onderstaande beweringen? 
Antwoord uit een van de volgende opties: 
Helemaal mee eens, mee eens, neutraal, mee oneens, helemaal mee oneens 
 
De volgende (4) vragen gaan over  het gebruik van de OV-chipkaart.  
 
1. De OV-chipkaart is een handig betaalmiddel. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
2. Met de OV-chipkaart kan ik sneller afrekenen. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
 
3. De OV-chipkaart is een overzichtelijkere manier van betalen.  
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
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4. De OV-chipkaart heeft voordelen ten opzichte van de huidige betaalwijzen.  
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
De volgende (4) vragen gaan over het gemak van de OV-chipkaart.  
 
5. De werking van OV-chipkaart is duidelijk. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
 
6. Het betalen  met de OV-chipkaart is gemakkelijk. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
7. De OV-chipkaart is eenvoudig in het gebruik. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
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8. Ik hoef niet veel moeite te doen om de werking van OV-chipkaart te leren. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
De volgende (4) vragen gaan over de kennis en informatie die over  
OV-chipkaart beschikbaar zijn.  
 
9. Informatie over OV-chipkaart is gemakkelijk te vinden. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
10. Er is voor mij nog veel onduidelijk over OV-chipkaart. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
11. Ik weet erg weinig over OV-chipkaart. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
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12. Er is voldoende informatie over OV-chipkaart beschikbaar.  
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
 
De volgende (4) vragen gaan over de persoonlijke informatie die op de OV-chipkaart 
staat. 
 
13. Ik ben er zeker van dat de vervoersbedrijven persoonlijke informatie van consumenten niet 
zullen delen met derden. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
 
14. Ik geloof dat mijn persoonlijke gegevens niet zonder mijn toestemming worden doorverkocht 
aan derden voor commerciële doeleinden. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
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15. Over het geheel gezien, ben ik er zeker van dat mijn privacy niet zal worden geschaad door 
vervoersbedrijven. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
 
16. Ik denk dat vervoersbedrijven genoeg moeite doen om te voorkomen dat onbevoegden 
toegang krijgen tot mijn persoonlijke gegevens. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
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De volgende (4) vragen gaan over het gebruik van OV-chipkaart in de toekomst. 
17. Ik ben van plan OV-chipkaart in de toekomst te gaan gebruiken. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
18. Ik verwacht OV-chipkaart in de toekomst te gaan gebruiken. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
19. Ik heb de intentie OV-chipkaart in de toekomst te gaan gebruiken. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
20. Het ligt voor de hand dat ik OV-chipkaart ga gebruiken. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
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De volgende (4) vragen gaan over het gebruikersgedrag van OV- 
chipkaart in de toekomst. 
21. Het gebruiken van OV-chipkaart zou veel inspanning van mij vergen. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
22. Het leren omgaan met de OV-chipkaart lijkt me eenvoudig. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
23. De OV-chipkaart is na een uitleg gemakkelijk te gebruiken 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
24. Doordat je moet in en uitchecken is de OV-chipkaart lastig in gebruik 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
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De volgende (4) vragen gaan over de ervaringen van mensen met OV-chipkaart in 
mijn omgeving. 
25. Mensen in mijn omgeving, vinden dat ik OV-chipkaart zou moeten gebruiken. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
 
26. Mensen die belangrijk voor mij zijn, vinden dat ik OV-chipkaart zou moeten gebruiken. 
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
27. Mensen die mijn gedrag beïnvloeden, vinden dat ik een OV-chipkaart moet gebruiken.  
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
 
28. Als veel van mijn vrienden een OV-chipkaart gebruiken, zal ik dat waarschijnlijk ook doen.  
Helemaal mee eens  
Mee eens  
Neutraal  
Mee oneens  
Helemaal mee oneens  
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Algemene gegevens 
 
Reist u met een OV-chipkaart? 
 Ja, een persoonlijke OV-chipkaart 
 Ja, een anonieme OV-chipkaart  
 Ja, een wegwerpchipkaart 
 Nee, ik heb geen OV-chipkaart 
 
Hoe vaak gebruikt u de OV-chipkaart? 
 1 á 2 x  keer per week  
 3 á 5 x keer per week  
 1 á 2 x per maand 
 dagelijks 
 nooit  
 
Bent U een man of vrouw? 
 Man  
 Vrouw 
 
Wat is uw leeftijd? 
 ≤ 25 jaar  
 26 - 45 jaar 
 46 - 65 jaar 
 ≥ 66 jaar 
 
Wat is uw woonplaats? 
 
…………………………………………………………….. 
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Wilt u meedingen met de verloting van de prijs, dan kunt u uw emailadres of telefoonnummer 
achterlaten.  
 
…………………………………………………………….. 
 
 
Heeft u nog opmerkingen of vragen? 
 
…………………………………………………………….. 
 
 
 
Einde van de enquête. Vriendelijk dank voor uw medewerking. 
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Bijlage 2  Constructen vragenlijst met bijbehorende vragen  
 
Verwachte prestatie  
1. De OV chipkaart is een handig betaalmiddel 
2. Met de OV chipkaart kan ik sneller afrekenen 
3. De OV chipkaart is een overzichtelijkere manier van betalen 
4. De OV chipkaart heeft voordelen ten opzichte van de huidige betaalwijze 
 
Verwachte inspanning 
5. De werking van de OV chipkaart is duidelijk 
6. Het betalen met de OV chipkaart is gemakkelijk 
7. De OV chipkaart is eenvoudig in het gebruik 
8. Ik hoef niet veel moeite te doen om de werking van OV chipkaart 
 
Faciliteiten 
9. Informatie over de OV chipkaart is gemakkelijk te vinden 
10. Er is voor mijn veel onduidelijk over de OV chipkaart 
11. Ik weet erg weinig over de OV chipkaart 
12. Er is voldoende informatie over de OV chipkaart beschikbaar 
 
Privacy 
13. Ik ben er zeker van dat de vervoersbedrijven persoonlijke informatie van consumenten 
niet zullen delen met derden 
14. Ik geloof dat mijn persoonlijke gegevens niet zonder mijn toestemming worden 
doorverkocht aan derden van commerciële doeleinden 
15. Over het geheel gezien ben ik er zeker van dat mijn privacy niet zal worden geschaad 
door vervoersbedrijven 
16. Ik denk dat vervoersbedrijven genoeg moeite doen om te voorkomen dat onbevoegdheden 
toegang krijgen tot mijn persoonlijke gegevens 
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Gebruiksintentie 
17. Ik ben van plan de OV chipkaart in de toekomst te blijven (gaan) gebruiken 
18. Ik verwacht de OV chipkaart in de toekomst te blijven gaan gebruiken 
19. Ik heb de intentie de OV chipkaart in de toekomst te blijven (gaan) gebruiken 
20. Het ligt voor de hand dat ik de OV chipkaart in de toekomst ga gebruiken 
 
Gebruiksgedrag 
21. Het gebruiken van de OV chipkaart zou veel inspanning van mij vergen 
22. Het leren omgaan met de OV chipkaart lijkt me eenvoudig 
23. De OV chipkaart is na een uitleg gemakkelijk te gebruiken 
24. Doordat je moet in en uitchecken is de OV chipkaart lastig in gebruik 
 
Sociale invloed 
25. Mensen in mijn omgeving vinden dat ik de OV chipkaart zou moeten gebruiken 
26. Mensen die belangrijk voor mij zijn vinden dat ik de OV chipkaart zou moeten gebruiken 
27. Mensen die mijn gedrag beïnvloeden vinden dat ik een OV chipkaart moet gebruiken 
28. Als veel vrienden en kennissen een OV chipkaart gebruiken, zal ik dat waarschijnlijk ook 
doen 
 
Algemene gegevens 
 
29 Gebruikt u een anonieme of persoonlijke OV-chipkaart?  
30  Hoe vaak gebruikt u de OV-chipkaart? 
31 Bent U een man of vrouw? 
32 Wat is uw leeftijd? 
33 Wat is uw woonplaats? 
34 Emailadres of telefoonnummer achterlaten voor de prijsloting. 
35 Opmerkingen? 
 
 
