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Digitalne valute so za nekatere novost na področju bančništva. Kot alternativa trenutno 
obstoječemu sistemu fiat valut so se pojavile leta 2009. Od takrat so veliko pridobile na 
veljavi in prepoznavnosti. Danes predstavljajo resno alternativo sodobnemu valutnemu 
sistemu, saj je njihovo delovanje decentralizirano, transakcije pa so javne, kar zagotavlja 
popolno transparentnost. Uporabniki jim lahko bolj zaupamo, saj so zasnovane na osnovi 
kriptografije, ki omogoča, da transakcije v omrežju potekajo varno in da se ustvarjajo 
nove količine same valute. Vsakdo je lahko del nastajanja takih digitalnih valut in sodeluje 
pri procesu, imenovanem rudarjenje. To skrbi za nastajanje novih digitalnih valut in za 
potrjevanje transakcij. Pri izdelavi diplomske naloge bomo preizkusili rudarjenje s tremi 
različnimi napravami, ki s pomočjo potrebne programske opreme izkoriščajo svojo 
sposobnost preračunavanja kontrolnih vsot. Naprave pri tem potrjujejo transakcije in 
dobijo majhen del nagrade pri nastajanju novih enot digitalne valute. Predstavili bomo 
naprave in različne načine, na katere lahko rudarimo in za konec izdelali primerjalno 
analizo dobljenih rezultatov. 




COMPARATIVE ANALYSIS OF DIFFERENT TYPES OF MINING DIGITAL 
CURRENCIES 
Digital currencies are an innovation in the area of banking. As an alternative to the 
current system of fiat currencies, they occurred in 2009. Since then, they have gained in 
importance and recognition. Today digital currencies are serious threat to the modern 
system, because they are decentralized and transactions are public and that ensures full 
transparency. People may trust them more because their design is based on 
cryptography, which enables secure transactions and creates new quantities of single 
currency. Everyone can be a part of the formation of such digital currencies and can 
participate in a process called mining. This provides for the creation of new digital 
currencies and for validation of transactions. In making of the thesis, we will test the 
process of mining with three different devices using the necessary software and using 
their ability to convert checksum. During confirming transactions the mining devices get a 
small part of the prize of new incurred digital currency units. We will present the devices 
and the different ways in which you can mine digital currencies and finally a comparative 
analysis of the results obtained, will be made. 
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1  UVOD  
Evro, funt, dolar in druge pomembne svetovne valute so bile do leta 2009 glavno plačilno 
sredstvo, s katerimi je bilo mogoče kupovati izdelke in plačevati storitve. Edina resna 
alternativa tem valutam sta bila po mnenju strokovnjakov zlato in srebro. V letu 2009 pa 
se je pojavila digitalna valuta bitcoin, ki danes dviga ogromno prahu in se postavlja vse 
bolj ob bok svetovnim valutam.  
Z nastankom bitcoina kot glavne in najbolj prepoznavne digitalne valute in z njegovim 
vzponom se začne svet digitalnih valut nenadzorovano širiti, kar vodi do tega, da danes 
dnevno nastane več digitalnih valut. Vsem tem valutam je skupno, da so zasnovane na 
osnovi kriptografije, ki omogoča, da v omrežju varno potekajo transakcije in se ustvarjajo 
nove količine same valute. Omrežje digitalnih valut je decentralizirano in zagotavlja 
popolno transparentnost transakcij. Da bi razumeli, za kakšne valute gre in kako poteka 
njihovo delovanje in zgradba omrežij takih digitalnih valut, se je potrebno seznaniti z 
osnovnimi lastnostmi in principi delovanja.  
Diplomsko delo je sestavljeno iz dveh delov. Prvi je teoretična osnova, v kateri spoznamo 
glavne lastnosti digitalnih valut. Spoznali bomo različne digitalne valute in se seznanili z 
njihovim nastankom. Pogledali bomo njihove dobre in slabe lastnosti in jih primerjali s 
trenutno obstoječim bančnim sistemom. Nadaljevali bomo s pregledom tehnične zasnove 
omrežja digitalnih valut in se dodobra spoznali z njegovim delovanjem. Omrežje digitalnih 
valut deluje s pomočjo uporabnikov in verige blokov, ki je skupna vsem sodelujočim v 
omrežju. Ker gre za decentralizirano omrežje, se upravičeno sprašujemo, kako je v takih 
pogojih poskrbljeno za varnost uporabnikov. To si bomo pogledali skozi delovanje 
denarnic in transakcij. Za konec teoretičnega dela bomo pogledali načine, na katere lahko 
pridobimo digitalne valute. V tem delu spoznamo rudarjenje, ki je osnova za delovanje 
omrežij digitalnih valut in s katerim se bomo srečali v drugem delu diplomske naloge.   
Rudarjenje ima najpomembnejšo vlogo pri nastajanju digitalnih valut. Gre za proces, pri 
katerem se potrjujejo transakcije in nastajajo nove količine digitalne valute. Rudarjenje se 
izvaja z različnimi napravami, ki so različno uspešne. Cilj je najti uganko, ki jo zastavi 
omrežje. Nagrado dobi samo tisti, ki jo prvi reši, vsi ostali ostanejo praznih rok. V drugem 
delu diplomske naloge bomo s tremi različnimi napravami nepretrgoma, en mesec izvajali 
rudarjenje. Rudarili bomo z navadnim računalnikom oziroma z njegovo procesorsko 
močjo, z močjo grafično procesnih enot in z namensko napravo za rudarjenje. Po enem 
mesecu bomo primerjali dobljene rezultate in napravili analizo uspešnosti. Naprave bodo 
rudarile različne digitalne valute, zato bodo na koncu vsi rezultati predstavljeni v glavni 
digitalni valuti bitcoin. V končne rezultate analize bomo vključili tudi porabo električne 
energije, saj jo naprave za svoje delovanje potrebujejo različno količino. Na koncu bomo s 
pomočjo različnih formul izračunali še, kako uspešno je bilo rudarjenje, z napravami, 
uporabljenimi v diplomski nalogi, v preteklosti. 
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2 PREDSTAVITEV DIGITALNIH VALUT  
2.1 DIGITALNE VALUTE 
Izraz digitalne valute se uporablja za denar, ki je elektronsko ustvarjen in hranjen. Gre za 
alternativo nam bolj poznanega denarja (bankovci in kovanci), ki ga hranimo in s katerim 
vsakodnevno upravljamo. Z nekaterimi digitalnimi valutami lahko kupimo dobrine in 
storitve tako kot z ostalim denarjem. Uporabljajo pa se lahko tudi v določenih skupnostih 
kot na primer v spletnih igrah ali na socialnem omrežju. Večina nam bolj poznanega 
tradicionalnega denarja je hranjena v bankah na računih posameznikov ali podjetij. Bančni 
računi se upravljajo s pomočjo računalnika in računalniških sistemov. To je tudi skupna 
točka z digitalnimi valutami. 
Digitalne valute do leta 2009: 






Beenz 1998 Ne 
e-gold 1996 Ne 
Rand 1999 Ne 
Ven 2007 Da 
Bitcoin 2009 Da 
Vir: lasten 
Med digitalnimi valutami je bila do nastanka bitcoin-a aktivna samo valuta Ven. Ven je 
svetovna digitalna valuta, s katero se trguje na mednarodnih finančnih trgih in je bila 
prvotno namenjena članom socialnega omrežja Hub Culture, ki je bil prvotno uporabljen 
za nakup, širjenje in menjavanje znanja, blaga in storitev. Valuta ni širše poznana niti 
uporabljana. Njena trenutna vrednost je: 1 VEN = 0,078561405702675€. S prejšnjimi 
poizkusi valut v digitalni obliki ni bilo velikega uspeha. Tudi Ven kot tak ni dosegel širše 
prepoznavnosti v svetu (Wagner, 2014). Digitalne valute do leta 2009 tako niso bile resna 
nevarnost ostalim širše uporabljanim valutam, za katere se uporablja denar v fizični obliki 
in so regulirane. Z letom 2009 in nastankom bitcoina pride na področju digitalnih valut do 
velikih sprememb, ki trajajo in so vedno bolj vidne v današnjem času. Po letu 2009 se 
dnevno pojavlja več novih digitalnih valut, ki poizkušajo ponoviti to, kar je uspelo bitcoinu. 
Nekatere digitalne valute, med njimi tudi bitcoin, spadajo tudi med virtualne valute in med 
kriptovalute. 
2.1.1 VIRTUALNE VALUTE IN KRIPTOVALUTE 
Pojem virtualne valute je bil prvič definiran leta 2012 s strani centralne Evropske banke 
kot oznaka za nereguliran digitalni denar, ki je v najpogosteje izdan in kontroliran s strani 
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razvijalcev. V uporabi je v skupini članov, ki so znotraj enakega virtualnega omrežja. 
Ministrstvo za finance v ZDA je virtualne valute leta 2013 bolj natančno definiralo kot 
menjalno sredstvo, ki deluje kot valuta v nekaterih okoljih vendar nima vseh atributov, ki 
jih imajo prave valute. Ključna lastnost, ki je virtualna valuta nima v skladu s temi 
opredelitvami je, da ni uveljavljena kot zakonito plačilno sredstvo. 
Kriptovalute za sredstvo izmenjave uporabljajo kriptografijo. Ta je namenjena varnosti 
transakcij in kontroliranju nastanka novih enot določene valute. Kriptovalute so 
podskupina virtualnih in digitalnih valut. Prva taka valuta, ki je bila ustanovljena, je bitcoin 
iz leta 2009. Funkcija, ki je tipična in je skupna vsem kriptovalutam, je decentraliziranost. 
Kriptovalute so torej tip digitalnih valut, ki temeljijo na kriptografiji, ki veriži skupaj 
digitalne podpise transakcij in skrbi za decentralizacijo (Gilpin, 2014). Prav te digitalne 
kriptovalute, ki so nastale po letu 2009, bodo predmet obravnave diplomske naloge. 
2.2 KAJ JE BITCOIN? 
Bitcoin je najbolj poznana in uporabljana digitalna kriptovaluta na svetu. Vse ostale so 
zasnovane na bitcoinu. 
Ena izmed definicij pravi, da je bitcoin (simbol: ; oznaka: BTC ali XBT) kriptovaluta, pri 
kateri nastajanje in prenos bitcoinov temelji na odprtokodnem protokolu, ki ni odvisen od 
centralne banke ali drugega regulatornega organa (Sciencegraph, 2014). 
Druga definicija, ki prvo lepo dopolni, pravi, da je bitcoin ekvivalent spletnemu denarju. 
Preko interneta in brez posrednika ga lahko pošljete drugi osebi. Kot pri gotovinskem 
plačevanju so izvršene transakcije nepreklicne. Bitcoin je globalna valuta, zato je 
trgovanje mogoče po celem svetu (Bitstamp Ltd., 2014).  
Tretja definicija nam bolj podrobno predstavi bitcoin in pravi, da je inovativno plačilno 
sredstvo, omrežje in nova vrsta denarja. Je prva decentralizirana digitalna valuta. Bitcoini 
so digitalni kovanci, s katerimi lahko plačujete kjerkoli po svetu, kjer je na voljo internetna 
povezava. Kot pri gotovinskem plačevanju so izvršene transakcije nepreklicne. 
Izmenjujejo se neposredno od osebe do osebe prek omrežja in brez posrednikov, kot so 
banke. To pomeni, da so stroški transakcij bistveno nižji. Računa bitcoin ni mogoče 
zamrzniti, kar pomeni, da je bitcoin popolnoma svobodna valuta, ki ni podvržena nobenim 
birokratskim omejitvam. Ker je bitcoine nemogoče ponarediti in ker jih bo končno mnogo, 
ga ljudje pogosto primerjamo z zlatom, vendar za razliko, da je zlato težko prenašati 
naokoli in da ga ni tako lahko deliti, medtem ko z bitcoini z lahkoto prenašamo večje 
zneske kamorkoli po svetu in ga delimo na manjše dele. Bitcoin uporablja vrstniško (p2p) 
tehnologijo in tako deluje brez centralnega organa ali bank. Celotno omrežje skupaj 
upravlja z nakazili in izdaja nove bitcoine. Bitcoin je odprtokoden, po zasnovi je javen, 
nihče ga nima v lasti in vsakdo lahko sodeluje. Zaradi svojih edinstvenih lastnosti 
omogoča nove načine uporabe, ki niso bili mogoči z nobenim plačilnim sistemom pred 
bitcoinom (Bitcoin Project 2009-2015, 2014).  
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Poleg zgoraj naštetega pa se za bitcoinom skriva še mnogo več. Bitcoin predstavlja 
celotno sinhronizirano omrežje, ki zagotavlja varnost, omogoča transakcije in preprečuje 
kakršnekoli zlorabe sistema. 
2.3 PREDNOSTI DIGITALNIH VALUT V PRIMERJAVI Z OSTALIMI VALUTAMI  
Svoboda plačevanja – z digitalnimi valutami lahko plačujemo storitve ter blago kadarkoli 
in kjerkoli na svetu. Je mednarodna valuta in jo je nemogoče ponarediti. Ne poznamo 
nobenih omejitev s strani bank ali koga tretjega. Potrebna je samo internetna povezava.  
Nizki stroški – plačevanje in opravljanje transakcij med osebami je skoraj brezplačno. 
Pristojbine ob opravljeni transakciji določi uporabnik pri plačevanju sam. Največkrat so ti 
stroški manjši od enega centa. Lahko pa se odločimo, da za svojo transakcijo ne bomo 
plačali nič. V tem primeru bo transakcija izvedena prav tako kot ostale, ampak za njeno 
potrditev bo potrebno nekaj več časa. Transakcije se potrdijo v času do 10 minut. To 
pomeni, da se s tem, ko ob transakciji ne namenimo nič dodatnega denarja za pristojbine, 
približujemo 10 minutam in v nasprotnem primeru se z večjim zneskom pristojbine 
približujemo takojšnji potrditvi transakcije. 
Prednosti za kupce in trgovce – pri transakcijah ne razkrivamo nobenih občutljivih osebnih 
podatkov. Nakazila so varna in dokončna. To ščiti trgovce pred goljufivimi stornacijami 
transakcij. Kreditne kartice je mogoče zaradi kraje preklicati kadarkoli. Temu sledi tudi 
razveljavitev vseh transakcij, ki so bile opravljane, a niso še plačane. Trgovci svoje izdelke 
in storitve lažje ponudijo na novih trgih, saj ni nobenih omejitev pri plačevanju z 
digitalnimi valutami. Razveljavitev plačila ni mogoča – priznani trgovci še vedno 
omogočajo vračilo denarja, vendar je odločitev o tem izključno njihova in ni pritiska s 
strani kupca. Trgovec lahko na ta način brez skrbi sprejema plačila izven svoje države in 
ni mu potrebno plačati nobenih plačilnih storitev ali pristojbin. 
Kupci po drugi strani lahko hitreje in enostavneje zaključijo nakup, ne da bi jim bilo 
potrebno vnesti vse svoje podatke in podatke o kartici. Plačevanje poteka podobno kot z 
gotovinskim plačilom, ki je nam bolj poznano z razliko, da to poteka preko spleta. Trgovci 
so ob sprejemanju kartic primorani plačevati 2 % provizijo, ki je pri poslovanju z 
digitalnimi valutami ni. Cena je s tem 2 % nižja, kar je koristno za obe strani. Ni omejitev 
v zvezi s plačevanjem on koncu tedna. Takrat bančne transakcije niso mogoče. Digitalne 
valute pa lahko pošiljamo vse dni v letu. 
Upravljanje z lastnim denarjem (koliko denarja imamo in kaj bomo z njim počeli) je 
omogočeno samo lastniku. Ni banke, ki bi lahko preverjala naše stanje in nadzirala naš 
račun. Pri drugih plačilnih sredstvih, ki se uporabljajo na spletu, se lahko zgodi tudi, da 
trgovec uporabniku zaračuna neko storitev brez njegove potrditve, pri digitalnih valutah to 
ni mogoče.  
Spremljanje in sledljivost – vsi podatki o transakcijah digitalnih valut so javno dostopni. 
Bitcoin transakcije so npr. dostopne na spletnih straneh www.biteasy.com in 
https://blockchain.info/. Vsakdo jih lahko vidi, preveri in uporabi kadarkoli, v realnem 
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času. Noben posameznik ali posamezna organizacija ne more manipulirati z bitcoinom, ker 
je protokol kriptografsko varen. 
Slika 1: Sledljivost transakcij 
 
Vir: Blockchain Ltd. (2014) 
Boljše kot zlato – veliko ljudi meni, da so digitalne valute kot zlato. Zlato je najvarnejši 
hranilec vrednosti in oba imata skupne značilnosti. Dejstvo je, da sta oba omejena. Število 
digitalnih valut je omejeno in prav tako je omejena količina zlata. Vendar zlata ni lahko 
deliti na manjše dele in zraven tega nastanejo dodatni stroški. Digitalne valute je mogoče 
poljubno deliti na 8 decimalnih mest. Pri zlatu se nam tudi pojavlja vprašanje o 
dejanskosti in čistosti zlata. Lahko gre za zlatu podobno kovino ali pa zmes, ker je zlatu 
dodano še nekaj tretjega.  
Transparentnost – javno podjetje lahko javno pove svoj naslov denarnice. Z naslovom 
denarnice je mogoče poslovanje podjetja preveriti vsem ljudem na svetu. Omogočen je 
pregled vseh izhodnih in dohodnih transakcij in vidno je trenutno stanje denarnice. S tega 
vidika je mogoče poslovanje prikazati popolnoma javno in s tem tudi transparentno. 
2.4 SLABOSTI DIGITALNIH VALUT V PRIMERJAVI Z OSTALIMI VALUTAMI 
Nepoznavanje – večina ljudi ne pozna digitalnih kriptovalut. Gre za nove valute, ki si šele 
utirajo pot in so zaenkrat bolj poznane in uporabljane v računalniškem svetu. Vsak dan se 
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sicer pojavljajo nova podjetja, ki sprejemajo med načine plačila tudi digitalne valute, 
ampak še vedno so ta v manjšini.  
Gibanje vrednosti – lahko jo opišemo z besedo nestabilnost. Cena se dnevno spreminja za 
več odstotkov. Na samo gibanje ima močan vpliv majhnost valute. Tako lahko pozitivne ali 
negativne novice v trenutku spremenijo vrednost valute in ta dnevno pade ali se dvigne 
tudi za več odstotkov. Posledica tega je, da smo iz vseh strani opozorjeni, da naj ne 
investiramo sredstev, ki jih nismo pripravljeni izgubiti. 
Razvoj še vedno poteka – razvijalci še vedno delajo na varnosti in funkcionalnosti 
digitalnih valut. Koda je javna, razvija jo lahko vsak in ravno zaradi tega se zaupanje in 
sprejetost počasi širita po svetu. 
Varnost – digitalne valute so z vidika varnosti podobne gotovini. Hranijo se v denarnici, ki 
ni fizična, ampak je na računalniku ali kakšni drugi napravi. Če izgubimo denarnico, se 
nam prav tako izgubi vsa količina valute, ki je bila v njej. Poti nazaj ni več. Možna je tudi 
kraja denarnic z vdorom v računalnik, preko spleta. Potrebno je vsekakor izboljšati 
varnost za ljudi, ki nimajo dovolj velikega tehničnega znanja in so zaradi tega izpostavljeni 
večji stopnji nevarnosti. 
Anonimnost  - omenil sem jo že kot prednost. Pa vendar je lahko v določenih primerih tudi 
škodljiva. Tako kot pri gotovini nam ni treba izdati nobenih osebnih podatkov. Ker so vse 
transakcije javne vemo, da nekdo nekomu pošlje določeno vsoto digitalne valute. Vemo, 
za kakšno vsoto gre, ampak ne vemo, med katerima osebama se je transakcija izvedla. To 
zagotovo ni dobra lastnost v svetu prepovedanih drog in na črnem trgu. 
Nepreklicnost transakcije – dobra stvar za trgovce in slaba za kupce. Kaj če je z izdelkom, 
ki ga prejmem, nekaj narobe, ali pa da ga prodajalec sploh ne pošlje, mi pa smo zanj že 
plačali. Ta težava se da odpraviti in nekateri taki sistemi že delujejo. Gre za podobno stvar 
kot je paypal – dokler kupec ne potrdi, da je izdelek zares dobil in da je tak, kot ga je 
naročil, prodajalec ne dobi denarja. 
2.5 KRIPTOVALUTE, KI TEMELJIJO NA BITCOINU  
Bitcoin je s hitrim dviganjem svoje vrednosti povzročil pravo eksplozijo na področju 
kriptovalut. Od nastanka leta 2009 pa do leta 2011 je bila to edina valuta na tem 
področju. V letu 2011 in kasneje se pojavijo namecoin, litecoin, peercoin. Ko pa je konec 
leta 2013 bitcoinu začela vrednost naglo naraščati in se je začela približevati vrednosti 1 
BTC=1000 €, se je pojavilo ogromno število novih digitalnih kriptovalut, ki so hotele 
posnemati bitcoin. To se je dogajalo, ker je koda javno dostopna in jo lahko uporabi vsak. 
Razvijalci novih valut so tako vzeli kodo, jo modificirali in na novo poimenovali kovanec. 
Glavno vprašanje, ki se tu postavlja, je, zakaj bi nekdo sploh poizkušal narediti klon 
bitcoina. Odgovor je bolj ali manj v vseh primerih enak - pohlep in želja po hitrem velikem 
zaslužku. Vsi so hoteli ponoviti leto 2009, ko bitcoin ni bil vreden praktično nič in ga je bilo 
izredno lahko dobiti. Tako je bilo na trgu ogromno novih kovancev in vsi so upali, da 
njihovega izstreli v nebo na tak način, kot je bitcoin. Nekateri razvijalci so si že pred 
7 
izidom valute zagotovili lepo število le te in so kasneje z raznimi oglaševalskimi triki 
poizkušali doseči večanje njene vrednosti. Vrednost le teh se je merila v primerjavi z 
bitcoinom. Tako je danes en litecoin vreden 0,0118 bitcoina.  
Kriptovalute so tako v začetku nastajale tedensko. Kasneje je to prišlo že tako daleč, da 
jih je dnevno nastalo tudi več. Vrednost in uspešnost teh valut pa so določali ljudje in 
njihovo povpraševanje po njih. Pomembno vlogo je odigralo oglaševanje. Bolj se je o 
valuti govorilo, več novic je bilo spisanih o njej, večjo vrednost je dosegla (CryptoBadger 
Ltd., 2013). Na koncu so se pojavile spletne strani, na katerih si lahko v petih minutah 
začel s svojo na novo ustvarjeno kriptovaluto. Nekatere so zaključile svojo pot že kmalu 
po začetku, saj ni bilo nobenega zanimanja zanje, spet druge pa so dosegle večjo 
vrednost in so aktivne še danes. Do danes je nastalo več kot 1000 kriptovalut, ki jih je bilo 
mogoče tudi kupiti na kateri izmed borz. To pomeni, da so vsaj v nekem trenutku 
dosegale neko vrednost. Danes jih je od vseh teh na borzi aktivnih manj kot 80. Vse 
ostale niso nič vredne in se z njimi ne trguje več. Nobeni pa se ni uspelo niti malo 
približati glavnemu bitcoinu. 
Slika 2: Digitalne kriptovalute 
Vir: Coinwarz (2015) 
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2.6 ZGODOVINSKI PREGLED IN NASTANEK KRIPTOVALUT 
Avtor s psevdonimom Satoshi Nakamoto je projekt bitcoin oznanil 31. 10. 2008 v 
dopisnem seznamu za kriptografijo in objavil akademski članek z naslovom: Bitcoin: A 
Peer-to-Peer Electronic Cash System, ki je dosegljiv na spletnem naslovu 
https://bitcoin.org/bitcoin.pdf. V dokumentu pojasni, zakaj bi potrebovali valuto kot je 
bitcoin: 
»Korenina težav konvencionalnih valut je zaupanje, ki je potrebno, da delujejo. Centralni 
banki moramo zaupati, da ne bo znižala vrednosti valute, a je zgodovina fiat valut polna 
prelomov tega zaupanja. Bankam moramo zaupati, da držijo naš denar in ga elektronsko 
pošiljajo, a ga namesto tega pošiljajo ven v valovih kreditnih balonov s komaj kakšno 
frakcijo rezerv« (Apollo, 2012). 
Dokument je dolg 9 strani. V njem pa je opisano, kako naj bi celotno bitcoin omrežje 
delovalo.  
Časovni pregled pomembnih bitcoin dogodkov: 
 31. 10. 2008 je neznani avtor, ki se podpisuje kot Satoshi Nakamoto, javnosti prvič 
predstavil idejo o bitcoinu, 
 9. 11. 2008 je bil registriran odprtokodni projekt bitcoin na portalu Sourceforge,  
 3. 1. 2009 je bil ustvarjen prvi blok,  
 9. 1 2009 je bila izdana prva različica odjemalca bitcoin v 0.1, 
 12. 1. 2009 je bila izvedena prva transakcija z bitcoini med Satoshijem 






Identiteta Satoshija Nakamote do danes ostaja nerazkrita. Avtor, ki je do srede leta 2010 
še sodeloval pri razvoju bitcoina, se je aprila 2011 popolnoma umaknil iz javnosti. Gre za 
osebo, ki je s svetom komunicirala po emailu in na uradnem bitcoin forumu, preden je 
nenadoma izginila. Nikogar ni, ki bi trdil, da ga je spoznal. Tudi nihče ne ve, ali gre za 
osebo ženskega ali moškega spola. V začetnih email sporočilih je pogostokrat uporabljal 
angleški zaimek »We«, kar pomeni, da se lahko za zaimkom skriva tudi večja skupina ljudi 
(Jeffries, 2013). Psevdonim bi zlahka pripisali kakšnemu prebivalcu Japonske, ampak 
strokovnjaki menijo, da je verjetnost, da Satoshi Nakomoto prihaja iz Japonske, majhna. 
Njegovi zapisi so namreč vsi v brezhibnem angleškem jeziku, med katerimi je najti malo 
napak. Bilo je že mnogo poizkusov, da bi avtorja odkrili, a doslej še brez uspeha. Eden 
izmed iskalcev pravega Satoshija navaja, da na koncu ni mogel potrditi njegove identitete. 
Satoshi se je zadnjič oglasil 23. 4. 2011, ko je dejal, da odhaja in se prestavlja na drug 
projekt. Bitcoin pa naj bi bil v dobrih rokah s strani drugih razvijalcev, ki delujejo na 
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projektu. Zakaj se je Satoshi umaknil, ne zna pojasniti nihče. Se pa večina strinja, da je 
verjetno sam lastnik več kot milijon bitcoinov, ki še danes dosegajo vrtoglavo vrednost 
(Coindesk, 2015). Ker pa vemo, da je lastnost bitcoina in da ne bo nikoli obstajalo več kot 
21 milijonov bitcoinov, je ta številka zelo velika. Pridobil pa jih je takoj ob začetku, ko je 
bilo to najlažje. Tega, ali si jih še lasti ali koliko jih je že prodal, ne ve nihče.  
 
10 
3 TEHNIČNO OZADJE BITCOIN OMREŽJA 
3.1 DELOVANJE IN ZASNOVA OMREŽJA 
Satoshi Nakamoto je avtor izvornega članka o bitcoinu. V njem predstavi svojo idejo o 
elektronskem plačevanju preko omrežja. Njegova želja je, da bi omogočili plačevanje med 
dvema osebama brez potrebe po tretji osebi ali finančni instituciji, kar je značilno za 
obstoječi sistem. Kot rešitev tega problema predlaga uporabo peer-to-peer omrežja. Vse 
transakcije, ki se zgodijo, se zapišejo v verigo blokov. Ta veriga je javno dostopna in 
skupna vsem uporabnikom bitcoina po svetu. 
Nihče ni lastnik omrežja. Bitcoin nadzorujejo in upravljajo vsi uporabniki po vsem svetu. 
Razvijalci razvijajo programsko opremo. Da sistem deluje, morajo vsi uporabniki 
uporabljati med seboj združljivo programsko opremo, ki je podrejena istim pravilom. 
Sistem lahko normalno deluje le, če obstaja popolna sinhronizacija med vsemi uporabniki. 
Na ta način imajo vsi uporabniki in razvijalci močno motivacijo za to, da dosežejo takšno 
strinjanje. 
S stališča povprečnega uporabnika je bitcoin zgolj aplikacija na računalniku ali pametnem 
telefonu, ki deluje kot osebna denarnica in omogoča plačevanje in sprejemanje plačil. 
Bitcoin v ozadju uporablja javno knjigo nakazil, ki se imenuje veriga blokov. To knjigo 
hranijo vsi udeleženci omrežja v svojih denarnicah, vsebuje pa vsa veljavna nakazila, ki so 
se kdaj zgodila v omrežju bitcoin. Začetna transakcija je torej prva v tej verigi, zadnje pa 
so te, ki trenutno potekajo. Tako lahko vsak udeleženec omrežja na svojem računalniku v 
denarnici preveri veljavnost vseh nakazil. Pristnost nakazil zagotavljajo digitalni podpisi. Z 
njihovo pomočjo lahko bitcoine na nekem naslovu potroši le lastnik tega naslova.  S 
pomočjo verige blokov lahko denarnice izračunajo svoje stanje novcev. Prav tako se na 
podlagi verige blokov preverja ali vsako nakazilo troši le bitcoine, ki so dejansko v lasti 
plačnika. Celovitost in časovno sosledje nakazil v verigi blokov zagotavlja kriptografija. 
Celotno omrežje je s to verigo blokov sinhronizirano.  
Takoj, ko pride v omrežju do transakcije, se stanje v verigi blokov spremeni in doda se 
nov blok na konec obstoječe verige. Vsi udeleženci omrežja posodobijo svoje denarnice s 
spremembami, ki so se zgodile. Na tak način se omrežje sinhronizira. To je tudi dobra 
lastnost za varnost sistema. Nihče ne more svojega denarja poslati dvakrat, saj se že po 
prvi transakciji spremeni stanje v celotnem omrežju. Kaj pa se zgodi, če nekdo iz omrežja 
izgubi internetno povezavo ali elektriko? Tu ni težave. Njegovo stanje v denarnici se bo 
sinhroniziralo naslednjič, ko bo imel spet vzpostavljeno povezavo. V tem času, ko nekdo 
nima dostopa do omrežja in s tem javne knjige, omrežje deluje nemoteno. Denar se tako 
lahko nakazuje tudi nekomu, ki sicer trenutno nima povezave. Njegovo stanje se vodi v 
verigi blokov, ko pa bo naslednjič spet prisoten v omrežju in bo pregledoval denarnico, bo 
ta iz omrežja prenesla nove bloke iz te verige in opazila morebitna nova nakazila, za 
katere prej ni vedela, ter bo prikazala ta nakazila in na novo prejet denar. Denarnica se 
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tako lahko požene le takrat, ko se pojavi potreba po izvedbi transakcije (Bitcoin Project 
2009-2015, 2014). 
Slika 3: Bitcoin omrežje 
 
Vir: Bitcoin Project 2009-2015 (2014) 
3.2 NASTAJANJE BITCOINOV 
Novi bitcoini ne nastajajo s tiskanjem, niti jih nihče ne izdaja tako, kot je to značilno za 
ostale valute. Nastajajo skozi proces, ki mu pravimo "rudarjenje" (ang. mining). To lahko 
počne kdorkoli, za kar bo potreboval nekaj strojne opreme, internetno povezavo, elektriko 
in nekaj znanja.  
Bitcoin temelji na kriptografiji in je zasnovan tako, da vsakih 10 minut nastane točno 
določeno število kovancev. Tako je zapisano v programski kodi. Trenutno jih vsakih 10 
minut nastane 25. Kdo dobi teh 25 kovancev, je odvisno od tega, kdo je prvi, ki uspe 
razvozlati kriptografsko uganko. Bitcoin protokol je zasnovan tako, da ima v sebi vgrajeno 
matematično uganko, ki jo je možno rešiti samo tako, da se ugane pravo zaporedje 
znakov. Z rudarjenjem poizkušamo to uganko razrešiti in tisti, ki je pri tem uspešen, dobi 
za nagrado 25 kovancev. Rudari se z napravami, ki so sposobne čim hitrejšega 
preračunavanja. To so zmogljivejši računalniki, ki svojo moč uporabljajo za 
preračunavanje oziroma rudarjenje. Poenostavljeno je torej rudarjenje konstantno prižgan 
računalnik, ki je preko mrežne povezave povezan v bitcoin omrežje in ves čas z 
računanjem raznih znakov poizkuša ugotoviti pravo zaporedje znakov, in s tem razrešiti 
uganko.  
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Vendar pa je omrežje zastavljeno tako, da se uganka lahko reši le na vsakih 10 minut. Ko 
omrežje zazna, da se uganke rešujejo prehitro (več računalnikov hitreje reši uganko), 
recimo na 9 minut, bo dvignilo težavnost uganke. Torej recimo, analogija z besedno 
uganko: namesto besede iz petih črk je treba uganiti besedo dolgo šest črk, za kar bomo 
potrebovali več časa.  
 
Namen rudarjenja ni samo to, da neki ljudje s prižganimi računalniki služijo bitcoine. Ti 
računalniki, ki konstantno ugibajo ta zaporedja, hkrati delajo še to, kar je bistveno za 
omrežje. In to je, da preverjajo in potrjujejo transakcije in gradijo prej omenjeni seznam 
transakcij ter ga zavarujejo, da ostane tak, kot je, ter da ga ni mogoče samovoljno 
spreminjati. Ti rudarji torej to delajo predvsem zaradi nagrade, vendar pa hote ali nehote 
hkrati vzdržujejo omrežje in mu dajejo varnost. 
3.3 DELJIVOST BITCOINA 
Število bitcoina je omejeno na 21 milijonov. Ko bo ta številka dosežena, novi bitcoini ne 
bodo več nastajali. Od začetka pa do novembra 2012 je nastajalo 50 bitcoinov vsakih 10 
minut. To pomeni, da je dnevno nastalo 7200 novih kovancev, ki so si jih delili rudarji, ki 
so uspešno reševali uganke. V programski kodi je zapisano, da se težavnost pridobivanja 
podvoji na vsaka 4 leta. To pomeni, da od novembra 2012 do novembra 2016 nastaja le 
še 25 kovancev vsakih 10 minut. Glede na to pravilo bo nastajanje novih bitcoinov 
časovno potekalo tako, kot je prikazano v spodnji tabeli.  
Tabela 2: Deljivost bitcoina 
Razpolovitev/Datum Število novih bitconov 
na dan 
Število bitcoinov v 
obtoku do 
razpolovitve 
Razpolovitev 1 (2012)  3600,00000000 10500000 
Razpolovitev 2 (2016)  1800,00000000 13129800 
Razpolovitev 3 (2020)  900,00000000 14444700 
Razpolovitev 4 (2024)  450,00000000 15102150 
Razpolovitev 5 (2028)  225,00000000 15430875 
Razpolovitev 6 (2032)  112,50000000 15595238 
Razpolovitev 7 (2036)  56,25000000 15677419 
Razpolovitev 8 (2040)  28,12500000 15718509 
Razpolovitev 9 (2044)  14,06250000 15739055 
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Razpolovitev 10 (2048)  7,03125000 15749327 
Razpolovitev 11 (2052)  3,51562500 15754464 
Razpolovitev 12 (2056)  1,75781250 15757032 
Razpolovitev 13 (2060)  0,87890625 15758316 
Razpolovitev 14 (2064)  0,43945312 15758958 
Razpolovitev 15 (2068) 0,21972656 15759279 
Razpolovitev 16 (2072)  0,10986328 15759439 
Razpolovitev 17 (2076)  0,05493164 15759520 
Razpolovitev 18 (2080)  0,02746582 15759560 
Razpolovitev 19 (2084)  0,01373291 15759580 
Razpolovitev 20 (2088)  0,00686646 15759590 
Razpolovitev 21 (2092)  0,00343323 15759595 
Razpolovitev 22 (2096) 0,00171661 15759597 
Razpolovitev 23 (2100)  0,00085831 15759599 
Razpolovitev 24 (2104)  0,00042915 15759599 
Razpolovitev 25 (2108)  0,00021458 15759600 
Razpolovitev 26 (2112)  0,00010729 15759600 
Razpolovitev 27 (2116) 0,00005364 15759600 
Razpolovitev 28 (2120)  0,00002682 15759600 
Razpolovitev 29 (2124)  0,00001341 15759600 
Razpolovitev 30 (2128)  0,00000671 15759600 
Razpolovitev 31 (2132)  0,00000335 15759600 




Glede na to, da je število bitcoinov omejeno, bi lahko sklepali, da je tudi največje različno 
število lastnikov omejeno na 21 milijonov. Kar bi pomenilo, da jih nikakor ni dovolj za vse 
prebivalstvo sveta. Vseeno pa to ni težava, saj se vsak bitcoin lahko deli na 8 decimalnih 
mest oziroma na desetmilijoninke (0,00000001 BTC; za najmanjši možni del bitcoina se 
uporablja tudi izraz 1 Satoshi po avtorju, kar torej pomeni 1 Satoshi = 0,00000001 BTC).   
3.4 DENARNICE 
V svetu digitalnih valut se uporabljajo digitalne denarnice. Denarnico potrebujemo za 
hranjenje, sprejemanje in pošiljanje valut. V njej lahko pregledujemo stanje in vse 
opravljene transakcije. Naslov naše denarnice je javen in ga lahko delimo z vsemi. 
Pošiljatelj pošlje določen del valute na naš javni naslov in mi jo na ta način prejmemo v 
našo denarnico. Javni naslov igra podobno vlogo kot številka TRR računa na banki. 
Če je naš naslov javen in, če hočemo opravljati transakcije, ga moramo deliti z vsakomur, 
na drugi strani pa je naš zasebni ključ, ki je varovan in nam služi za dostop do naslova 
valute in za opravljanje transakcij. Denarnica je na ta način varna.  
Funkcija denarnice je dvojna: 
1. Hrani zasebni ključ 
o potreben za dokazovanje lastništva, 
o podpisovanje odhodnih transakcij.  
2. Hrani  javni naslov 
o prejemanje valute,  
o preverjanje stanja. 
Obstaja več različnih tipov denarnic, ki so oblikovane za različne naprave: spletna 
denarnica deluje kot storitev na omrežju, mobilna denarnica je nameščena na lastnikovi 
mobilni napravi in programska denarnica, nameščena na lastnikovem osebnem 
računalniku. Pri čemer je potrebno poudariti, da denarnice delujejo na vseh bolj poznanih 
operacijskih sistemih: Windows, Mac, Linux, Android, IOS, BlackBerry. Pri hrambi 
denarnice morajo biti izpolnjeni ukrepi za varovanje pred odtujitvijo ali razkritjem. Denar 
ostaja popolnoma pod posameznikovim nadzorom, njegova hramba pa je posameznikova 
odgovornost (Bitnik d.o.o., 2014).  
Denarnice na osebnem računalniku:  
 Podpirajo Windows, Mac in Linux operacijski sistem. 
 Pred prvo uporabo denarnice je po namestitvi treba počakati, da se denarnica 
sinhronizira z javno verigo blokov. Prvič to opravilo traja kar nekaj časa (odvisno 
od internetne povezave). Prenašajo se namreč  prav vse transakcije, izvedene v 
omrežju od njegovega nastanka. Vsakič, ko želimo izvesti transakcijo, se mora 
naša lokalna denarnica sinhronizirati z verigo blokov.  
 Javna knjiga se lokalno shrani pri uporabniku in danes zavzame več kot 5 gb 
prostora. 
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 Denarnica na računalniku je varna ravno toliko kot računalnik sam. Torej je nujno 
potrebno zagotoviti njegovo zaščito pred nezaželenimi napadi in krajo podatkov. 
Slika 4: Denarnica na računalniku 
 Vir: The Bit Coin Mine (2014) 
Mobilne denarnice: 
 Uporabne na ulici ali ko želimo nekaj kupiti v trgovini. Torej na nek način 
nadomeščajo denarnice, ki jih uporabljamo sedaj. 
 Denarnica deluje kot aplikacija na telefonu, ki hrani zasebni ključ in omogoča 
direktno plačevanje s telefonom. 
 Plačevanje lahko poteka z vnosom javnega naslova prejemnika, ampak ta način 
plačevanja je izredno zamuden in nepraktičen. Ker je javni naslov sestavljen iz 34 
znakov, je plačevanje težavno in lahko pride do napak pri vnosu naslova. Zaradi 
tega se je uveljavilo plačevanje s pomočjo skeniranja QR-kode denarnice. Pri tem 
načinu se s fotoaparatom telefona odčita QR-koda denarnice in plačilo se lahko 
izvrši. Kot najnovejši in najenostavnejši način pa se uveljavlja tudi plačilo prek NFC 
tehnologije, kjer telefona sama opravita transakcijo. 
Slika 5: QR koda denarnice 
 
Vir: Blockchain Ltd. (2014) 
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 Dobra lastnost mobilnih denarnic je, da ne hranijo v celoti javne knjige nakazil, 
ampak uporabljajo tehnologijo SPV (angl. simplified payment verification). Ta 
omogoča, da si mobilna naprava prenese le majhen del te javne knjige in se 
zanaša na druge člane omrežja, ki jim zaupa, da zagotovijo prave informacije, ki 
so potrebne za opravljanje transakcije. 
 Denarnica na telefonu je prav tako, kot tista na računalniku varna toliko, kot je 
varna naprava, na kateri je nameščena. 
Slika 6: Mobilna denarnica 
Vir: lasten 
Spletne denarnice: 
 Temeljijo na osnovi spletnih tehnologij in hranijo zasebni ključ na spletu na 
računalniku, ki je kontroliran s strani nekoga drugega in je priključen na splet. 
 Na voljo je veliko spletnih denarnic, ki sinhronizirajo uporabnikovo mobilno in 
programsko denarnico, kar omogoča uporabo ene same denarnice z istim 
naslovom.  
 Prednost teh denarnic je, da so dostopne, kjerkoli je omrežna povezava.  
 Glavna težava pa je, da se hranijo zasebni ključi na spletu. Na ta način pa niso 
več zasebni in lahko pride do zlorab in odtujitve iz vašega računa. 
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Slika 7: Spletna denarnica 
Vir: Blockchain Ltd. (2014) 
Digitalna denarnica omogoča prvič v zgodovini finančnih transakcij, da denar pošiljamo 
varno, hitro, kadarkoli in kamorkoli po svetu, navkljub neobstoju centralne avtoritete pa 
lahko sistemu popolnoma zaupamo. 
3.5 TRANSAKCIJE 
3.5.1 POTEK TRANSAKCIJ DIGITALNIH VALUT 
Plačevanje z digitalnimi valutami je lažje kot s kreditnimi ali bančnimi karticami, 
sprejemanje plačil pa je možno brez kakršnekoli storitve tretje osebe. Plačilo se izvede v 
aplikaciji, ki služi kot denarnica, na lastnikovem računalniku ali mobilniku, tako da vnesete 
prejemnikov naslov in znesek ter pritisnete gumb »Pošlji«. Transakcije ni mogoče 
preklicati. Večina nakazil se lahko uspešno obdela brez vsake pristojbine. Vseeno se 
priporoča, da plačnik plača majhen prostovoljen prispevek, da si poveča verjetnost hitre 
potrditve nakazila in omogoči plačilo rudarjem. Transakcije se potrjujejo na vsakih 10 
minut. Če se izvede transakcija, ob kateri je plačan prispevek, ki je lahko enak enemu 
centu ali še manjši, se transakcije izvedejo zelo hitro. V nasprotnem primeru, ko ni ob 
transakciji dodatnega plačila, pa se približujemo času desetih minut. Teh 10 minut je 
določenih za bitcoin, druge kriptovalute imajo krajše ali daljše čase reševanja teh ugank 
(npr. litecoin na 2,5 minute). Na vsakih 10 minut, kot že omenjeno nastajajo, novi bitcoini 
in ob tem se potrjujejo tudi transakcije. Bolj pomembno je, kaj pomeni teh 10 minut za 
nekoga, ki plačuje z valuto. Če jaz ta trenutek izvedem transakcijo, bo takoj poslana v 
omrežje in prejemnik jo bo v nekaj sekundah videl v svoji denarnici, vendar pa transakcija 
ne bo potrjena, dokler neki rudar v omrežju ne reši uganke, in to se bo zgodilo v 
naslednjih 10 minutah. 
 
Razlikovati moramo med trenutkom, ko je transakcija poslana v omrežje in se razširi po 
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celotnem globalnem omrežju, za kar rabi nekaj sekund; in med trenutkom, ko je 
transakcija potrjena. Ta potrditev pomeni, da se "zacementira" v prej omenjeni seznam 
blokov in tam ostane za vedno. S trenutkom, ko je transakcija potrjena, lahko tudi 
prejemnik, ki sicer vidi denar na računu že nekaj časa, naprej uporablja dobljeni denar.  
Transakcije, ki se izvedejo v zadnjih 10 minutah, se združijo v blok in postanejo del 
uganke, ki jo bo rešil nekdo od rudarjev. Tisti, ki mu uspe, bo vse te transakcije združil, 
jih zapakiral, elektronsko podpisal in dodal na konec verige blokov. Drugi preverijo, če 
blok ustreza pravilom, in začnejo rudariti naprej. Na ta način je onemogočeno 
spreminjanje preteklih transakcij. 
3.5.2 TEHNIČNO OZADJE BITCOIN TRANSAKCIJ 
Kaj se v resnici dogaja, ko uporabnik pošlje bitcoin na javni naslov prejemnika? Sistem je 
kot rečeno decentraliziran in temelji na verigi blokov, ki je distribuirana med vsemi člani 
uporabniki omrežja. V ozadju varno tečejo transakcije s pomočjo kriptografije. Zasebni ter 
javni ključ denarnice omogočata identifikacijo uporabnikov. Vsaka transakcija je 
sestavljena iz javnega ključa pošiljatelja in prejemnika ter zneska transakcije in nekaj 
kontrolnih parametrov. Bitcoini se iz enega naslova na drugega prenesejo na način, da 
pošiljatelj hash (zgoščevalna funkcija) od ene izmed prejšnjih prejetih transakcij skupaj z 
javnim ključem prejemnika digitalno podpiše s svojim zasebnim ključem (Nakamoto, 
2008). 
Slika 8: Potekanje transakcij 
 
Vir: lasten 
Bitcoin transakcija vsebuje določen znesek, ki se ne more razdrobiti na manjše zneske. To 
pomeni, da so transakcije atomarne. V primeru, da dobimo 5 bitcoinov, jih na zgornji 
19 
opisan način lahko pošljemo naprej samo točno 5. V primeru, da jih želimo poslati manj 
ali več, pa se transakcije združujejo v več transakcij. Tako v resnici ob pošiljanju bitcoinov 
nastaja večje število transakcij, ki so prikazane, in se izvedejo kot ena sama. 
Slika 9: Primer transakcije 1 
 
Vir: lasten 
Na Sliki 9 je prikazana atomarnost transakcij. Uporabnik 1 pošilja uporabniku 2 7 BTC. V 
njegovi denarnici je trenutno 9 BTC, ki jih je dobil v treh transakcijah, in sicer po 1 BTC,3 
BTC in 5 BTC na transakcijo. Pri pošiljanju 7 BTC je potrebno združiti transakciji 5 BTC in 
3 BTC. Transakcija 5 BTC se v celoti uporabi, medtem ko je potrebno transakcijo 3 BTC 
razdeliti v 2 transakciji. V primeru, da se transakcija ne bi delila, bi lahko poslali le 8 BTC. 
Tako pa nastaneta 2 transakciji, pri čemer 1 BTC gre nazaj na javni naslov pošiljatelja, 2 
BTC pa na javni naslov prejemnika. Na ta način prejemnik dobi 5 BTC+2 BTC = 7 BTC 




V drugem primeru uporabnik pošilja 0,5 BTC. Ker tako majhne transakcije še ni nikoli 
dobil, se uporabi najmanjša prejeta transakcija. Tako vzamemo transakcijo 1 BTC in jo 
razdelimo na dve transakciji po 0.5 BTC. Ena gre na javni naslov pošiljatelja, druga pa na 
javni naslov prejemnika. Večina transakcij poteka na ta način. Ne zgodi se namreč 
pogostokrat, da se izvajajo transakcije enake vrednosti glede na to, da se bitcoin drobi na 
8 decimalnih mest.  
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4 PRIDOBIVANJE DIGITALNIH VALUT 
4.1 Z NAKUPOM DIGITALNIH VALUT V MENJALNICI 
Gre za enostaven način, kjer menjamo poljubno število evrov za različne digitalne valute 
in je najbolj razširjen način pridobivanja digitalnih valut Obstaja veliko število spletnih 
menjalnic in sami se odločimo, katero bomo uporabljali. Najprej je treba opraviti 
registracijo in pred trgovanjem še verifikacijo. Načini verifikacije se med različnimi 
menjalnicami razlikujejo. Odvisni so od zakonov države, v kateri ima menjalnica sedež. V 
večini primerov se zahteva obojestranska kopija osebnega dokumenta in bančne kartice. 
Obstajajo pa tudi menjalnice, ki pri trgovanju z majhnimi zneski, ne zahtevajo nobene 
verifikacije in  uporabnik lahko takoj po registraciji že naloži denar na svoj račun ter začne 
s kupovanjem digitalnih valut po trenutno veljavnih tečajih. Menjalnice same določajo, 
katere digitalne valute bo pri njih mogoče kupiti, kakšen bo najmanjši znesek nakupa in 
kakšna bo provizija pri nakupu.  
Veliko spletnih menjalnic je namenjenih samo trgovanju z bitcoini. V takih menjalnicah 
torej lahko menjamo samo evre za bitcoine in bitcoine za evre. Trenutno je svetovno 
najbolj poznana borza Bitstamp, ki je v lasti Slovencev. Na bitstampu lahko kupujemo in 
prodajamo samo bitcoine in nobene druge digitalne valute.  
Obstajajo pa tudi spletne menjalnice, ki omogočajo kupovanje in prodajanje različnih 
digitalnih valut. Primer take menjalnice je Cryptsy. Trenutno ta borza posluje z več kot 
200 različnimi digitalnimi valutami. Katere in koliko digitalnih valut bodo podpirale, pa se 
menjalnice odločajo same. 
Nedavno nazaj je bila najbolj poznana in v svetu razširjena borza Mt.Gox, ki je začela 
svojo dejavnost v letu 2010 kot spletno mesto za prodajo kart. Kasneje se je njeno 
delovanje iz prodaje kart preusmerilo v bitcoin menjalnico. Leta 2013 se je na tej borzi 
dnevno dogajalo več kot 70 % transakcij v celotnem bitcoin omrežju. V začetku februarja 
2014 pa je Mt.Gox zaprl svojo spletno stran in prenehal s trgovanjem. Objavili so, da je 
več kot 850.000 bitcoinov njihovih uporabnikov (takrat vrednih več kot 400 milijonov) 
pogrešanih in verjetno ukradenih. Vsi, ki so imeli pri menjalnici bitcoine, so ostali brez 
njih. Vsak uporabnik se tako odloči sam, katero borzo bo uporabljal in kateri najbolj 
zaupa. Na primeru Mt.Goxa pa vidimo, da se kraje digitalnega denarja dogajajo in da 
nobena menjalnica ni 100% varna.  
4.2 KOT PLAČILO ZA IZDELKE ALI STORITVE 
Prodajalci ponujajo izdelke in storitve, ki so plačljivi z evri in digitalnimi valutami. Vedno 
več pa je tudi takih, ki jih je mogoče kupiti samo z digitalnimi valutami. Na ta način, kjer 
ponudimo enega izmed možnih načinov plačila tudi digitalne valute (v večini primerov gre 
za bitcoin), lahko prodajalec pridobi katero izmed digitalnih valut. Od prodajalca samega 
pa je odvisno, če želi tako plačilo res prejeti. Obstaja namreč tudi možnost, da se digitalna 
valuta takoj pretvori v evre (se avtomatično proda na borzi po trenutni ceni) in prodajalec 
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tako v resnici še vedno posluje samo z evri, čeprav ponuja tudi možnost plačila z bitcoini. 
V tem primeru prodajalec sploh ne potrebuje denarnice za digitalne valute. Plačilo z 
digitalnimi valutami danes omogoča že veliko spletnih trgovin. 
4.3 Z NAKUPOM DIGITALNIH VALUT OD KOGA V BLIŽINI 
Tretja možnosti pridobivanja digitalnih valut je odvisna od ljudi, ki digitalne valute že 
imajo. V tem primeru je treba poznati prijatelja, znanca ali kogar koli v naši bližini, ki je 
pripravljen z nami narediti transakcijo digitalnih valut. Predpogoj je seveda, da je ta oseba 
že lastnik katere izmed teh valut. Take transakcije potekajo v živo in so bolj osebne kot 
tiste, ki potekajo preko spleta, kjer v večini primerov ne poznamo osebe, s katero si 
izmenjujemo denar. Obe osebi, ki sta vpleteni v transakcijo, potrebujeta digitalno 
denarnico za digitalno valuto, ki si jo izmenjujeta. Prenos se opravi preko telefona ali 
računalnika.  
Obstaja pa tudi spletna stran https://localbitcoins.com/, ki omogoča, da poiščemo nekoga 
v naši bližini, ki je z nami osebno ali preko spleta na različne načine pripravljen opraviti 
transakcijo v digitalni valuti. Spletna stran omogoča prodajo in nakup glavne digitalne 
valute bitcoin. 
4.4 NAMENSKI BITCOIN AVTOMATI 
Nakup digitalne valute na namenskem avtomatu je možnost, ki se je pojavila z vzponom 
digitalnih valut. Razvijalci strojne in programske opreme so razvili namenske bitcoin 
avtomate, ki omogočajo nakup digitalnih valut. Eden takih je bil meseca maja 2014 
postavljen tudi v Sloveniji. Avtomat je razvilo in postavilo podjetje Bitnik. Postavljen pa je 
v hostlu Trezor na Čopovi ulici v Ljubljani. Direktor podjetja Bitnik Peter Trček je ob 
postavitvi dejal, da želijo z napravo spodbuditi uporabo digitalnih valut in da osnovni 
namen ni postavljati naprave in služiti od provizij. Osnovno poslanstvo podjetja pa je 
trenutno trgovce prepričati, da so bitcoini dobro plačilno sredstvo. Provizija, ki jo pri 
nakupu pobere podjetje, je 7 % (Družba dnevnik d.d, 2014). 
Pri omenjenem bitcoin avtomatu je potrebno omeniti, da gre za enosmerni avtomat, ki 
omogoča samo nakup, ne pa tudi prodaje bitcoina. Prvi dvosmerni avtomat pa je bil v 
Sloveniji predstavljen septembra 2014 v hotelu Slon. Avtomat zaračunava 5% 
provizijo tako pri prodaji kot nakupu bitcoina. Trenutno je postavljena omejitev dveh 
transakcij na telefonsko številko na dan. To pomeni 2 x 30 € oz. na dan lahko prodamo za 
60 € bitcoinov. Pri nakupu pa omejitev ni (Uporabna stran, 2014). 
4.5 S KONKURENČNIM RUDARJENJEM 
Zadnja od možnosti pridobivanja digitalnih valut pa je rudarjenje. To rudarjenje ni enako 
nam poznanemu rudarjenju s čelado in krampom. Rudari se s pomočjo naprav, ki izvajajo 
računske operacije. Koliko digitalne valute uspemo narudariti, pa je odvisno od tega, s 
kakšnimi napravami rudarimo. V naslednjem poglavju bodo predstavljene tri vrste takih 
naprav in njihova uspešnost pri rudarjenju.  
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5 RUDARJENJE 
5.1 KAKO POTEKA RUDARJENJE DIGITALNIH VALUT 
Naprave, ki rudarijo, hkrati skrbijo za nastajanje novih enot valute in varno potrjevanje 
transakcij. Transakcije razvrščajo v bloke, ti pa se povezujejo v verigo blokov. V njej so, 
kot že rečeno, shranjene vse transakcije, ki so bile kadarkoli opravljene. Zahtevnost 
rudarjenja pa je dosežena s tem, ko protokol zahteva, da se uporablja tako imenovani 
»proof of work« način potrjevanja transakcij. Ta zahteva, da se za kreiranje novih blokov, 
opravlja določeno delo. Rudarji morajo v nove bloke dodati zapis »proof of work«, da 
omrežje sprejme nov blok kot veljaven. S tem pa je poskrbljeno tudi za varnost, da ni 
mogoče zunaj bitcoin omrežja ustvariti novega bloka in ga dodati v verigo blokov. SHA-
256 razpršilni algoritem je ključni za delovanje »proof of work« (Nakamoto, 2008). 
SHA-256 omogoča, da s pomočjo kompleksne matematične formule vhodne podatke 
izrazimo v kontrolni vsoti kot rezultatu, poimenovanem tudi »hash« (povzetek). Značilno 
za razpršilne algoritme je: 
 računanje kontrolnih vsot iz vstopnih podatkov poteka hitro, 
 s poskušanjem je nemogoče izračunati vstopne podatke za določeno kontrolno 
vsoto, 
 enaki vstopni podatki vedno vrnejo enako kontrolno vsoto, 
 če spremenimo vstopne podatke, se spremeni tudi kontrolna vsota, 
 majhna sprememba vhodnih podatkov popolnoma spremeni kontrolno vsoto, 
 preverjanje je enostavno, saj hitro ugotovimo, če določenim vstopnim podatkom 
ustreza določena kontrolna vsota. 
Tabela 3: Primer SHA-256 zgoščevanja 
Vhodni 
podatki 






Za razumevanje delovanja rudarjenja potrebujemo še poznavanje bitcoin blokov ali 
natančneje glave bitcoin bloka. Vsaka glava vsebuje naslednje podatke: 
1. verzijo, 
2. 256 bitno kontrolno vsoto prejšnjega bloka , 
3. 256 bitno kontrolno vsoto, ki temelji na vseh transakcijah, ki so v tem bloku, 
4. čas,  
5. ciljno številko in 
6. nonce - številko, ki skrbi za spreminjanje vhodnih podatkov. 
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Rudarji iz podatkov v glavi bloka iščejo manjšo kontrolno vsoto kot tisto, ki je v glavi bloka 
določena kot ciljna številka. To kontrolno vsoto iščejo tako, da spreminjajo nonce in za 
vsako spremembo ponovno izračunajo kontrolno vsoto. Vseh mogočih nonce kombinacij 
je 232, kar pomeni 4294967296 različnih kombinacij. Toliko je vseh možnih kombinacij, ki 
jih rudarji lahko preizkusijo, da dobijo želeno kontrolno vsoto. 
 
Primer rudarjenja:  
 
Imamo vhodni podatek »Hello, world!«. Cilj pa je doseči kontrolno vsoto, z uporabo SHA-
256, ki se bo začela z »000«. Rudar tako osnovnemu »Hello, world!«, dodaja števila, 
imenovana nonce in računa kontrolno vsoto.   
 
Slika 11: Računanje kontrolnih vsot 
 
Vir: en.bitcoin.it (2014) 
 
Vhodni podatek »Hello, World!4250« nam kot prvi vrne kontrolno vsoto, ki se začenja z 
»000«, čeprav še v prejšnjem primeru, ko smo poizkušali z nonce = !4249 ni niti približno 
kazalo na kontrolno vsoto z vsaj tremi ničlami. To je tudi ena od lastnosti SHA-256, ki 
pravi, da majhna sprememba vhodnih podatkov popolnoma spremeni kontrolno vsoto. S 
tem je edini smiselni način iskanja pravilne kontrolne vsote spreminjanje vhodnih 
podatkov. V zgornjem primeru smo rešitev našli v vsega 4250 poizkusih, kar je izredno 
malo in jo lahko hitro izračuna vsak računalnik. Trenutna moč rudarjev v celem svetu je 
namreč taka, da se vsako sekundo preizkusi 338,805,692.42 × 106 kontrolnih vsot.  
Rudarjenje pa ne poteka tako, da naprave naraščajoče spreminjajo nonce, kot je 
prikazano v zgornjem primeru. Na ta način bi bila naprava, ki bi bila sposobna najhitreje 
računati kontrolne vsote, vedno zmagovalec. Način, na katerega se rudari, je podoben 
loteriji. Nemogoče je predvidevati, kakšni vhodni podatki bodo vrnili določeno kontrolno 
vsoto. Prav zaradi tega rudarji generirajo ogromno kontrolnih vsot in iščejo tisto, ki bo 
manjša od ciljne, ki je določena v omrežju. To pa pomeni, da so osebe z močnejšo strojno 
opremo v dejanski prednosti zgolj zato, ker lahko generirajo več kontrolnih vsot na 
časovno enoto kot tisti, ki posedujejo šibkejšo. Analogija bi lahko bila sledeča - kdor se 
rudarjenja loti z več računske moči, pravzaprav kupi precej več srečk za loterijo kot 
nekdo, ki bi želel pri rudarjenju sodelovati samo s svojim osebnim računalnikom, še vedno 
pa to ne zagotavlja, da bo na loteriji dejansko tudi zadel. Iskanje pravilne kontrolne vsote 
traja približno 10 minut. Bitcoin algoritem je napisan tako, da kontrolira nastajanje novih 
bitcoinov. V primeru, da se število rudarjev poveča, se poveča tudi težavnost iskanja 
pravilne kontrolne vsote. Več rudarjev namreč hitreje najde iskano vsoto, saj so sposobni 
preizkusiti več kontrolnih vsot v krajšem časovnem obdobju. Enako pa algoritem deluje 
tudi obratno, če se število rudarjev manjša in tako vedno na približno 10 minut dobimo 
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nov blok. Težavnost se spreminja z določanjem ciljne vsote. Če želimo povečati težavnost 
iskanja, povečamo število želenih ničel na začetku, in obratno, zmanjšamo število želenih 
ničel na začetku, če želimo težavnost zmanjšati. Sprememba ciljne vsote se zgodi vsakih 
2016 blokov, kar pomeni vsakih 14 dni. Algoritem pogleda, v kakšnem času so nastajali 
novi bloki, in temu primerno nastavi želeno ciljno številko.  
Ko prvi rudar najde ustrezne vstopne podatke, ki dajo pravilno kontrolno vsoto, jih objavi 
na omrežju. Vsi ostali lahko hitro preverijo, če je kontrolna vsota veljavna. V primeru, da 
ostali potrdijo pravilnost bloka, se ta doda v verigo blokov, rudarji pa začnejo iskati 
kontrolne vsote novega bloka.  
Slika 12: Veriga blokov 
 
Vir: lasten 
Nov blok, ki se doda na konec verige blokov, vsebuje kontrolno vsoto prejšnjega bloka. 
Na ta način lahko s pomočjo kontrolnih vsot pridemo do prvega nastalega bloka. Zaradi 
beleženja kontrolnih vsot pa je zagotovljena tudi varnost pred ponarejanjem blokov in s 
tem transakcij, ki so v njem. Na konec verige ni mogoče dodati novega bloka, preden ne 
poznamo njegove kontrolne vsote. Globlje kot je določen blok v verigi, bolj gotovo je, da 
je opravljena transakcija veljavna, saj so za blokom, v katerem je, prišli novi bloki, ki jih je 
omrežje sprejelo za veljavne. Ko se nov računalnik poveže v omrežje, za veljavno vedno 
vzame najdaljšo verigo, saj je ta veriga zahtevala tudi največ dela za nastanek. V primeru, 
da bi želeli zlonamerno spremeniti podatke v določenem bloku, bi morali znova opraviti 
zahtevano delo za blok, ki smo ga spremenili (torej ponovno zgenerirati ustrezno ciljno 
vsoto) in za vse bloke, ki so prišli za njim. To pa nam ne bi uspelo, vse dokler je večina 
računalnikov v omrežju poštenih in generira veljavne bloke. To pa se zagotavlja z 
nagradami za generiranje blokov. 
5.2 RAZLIČNE MOŽNOSTI RUDARJENJA DIGITALNIH VALUT 
V tem poglavju bomo teorijo o rudarjenju digitalnih valut nadgradili s preizkusom 
rudarjenja v praksi. Za ta namen bomo uporabili tri različne načine rudarjenja. Rudarjenje 
bomo izvajali s procesorjem, grafično kartico in z namensko napravo za rudarjenje. Vsi 
trije načini rudarjenja se bodo izvajali nepretrgoma en mesec. Ves ta čas bodo naše 
naprave računale kontrolne vsote in poizkušale biti prve v omrežju, ki jim to uspe. Rudarili 
bomo različne digitalne valute, da preverimo, ali je uspešnost rudarjenja enaka pri vseh 
valutah. Uspešnost rudarjenja bomo ovrednotili z dobljenim končnim številom digitalne 
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valute bitcoin. Po preteklem mesecu bomo primerjali dobljene rezultate. V to primerjavo 
bomo vključili tudi porabo električne energije, ki je pri vsaki napravi, ki rudari drugačna. 
Prav zaradi tega ni nujno, da je način, ki prinaša največje število digitalnih valut, tudi 
najboljši.  
Rudarjenje bo potekalo v sodelovanju z ostalimi rudarji v omrežju. To je način rudarjenja 
v bazenu (ang. pool). Za ta način rudarjenja je značilno, da vsi, ki sodelujejo v njem, 
rudarijo skupaj. Torej skupaj iščejo pravo kontrolno vsoto. Ta način se je uveljavil zaradi 
tega, ker je število rudarjev zelo veliko, nagrada pa pripada samo tistemu, ki prvi najde 
pravo kontrolno vsoto. Pri rudarjenju v bazenu pa gre za princip, kjer vsi sodelujoči 
rudarijo skupaj in na ta način lahko preračunajo večje število kontrolnih vsot in je 
verjetnost, da dobijo nagrado, večja. Sorazmerno z deležem posameznega rudarja pri 
računanju kontrolnih vsot, se razdeli tudi nagrada. V primeru, da rudar izračuna 10% 
kontrolnih vsot celotnega bazena, mu tako pripada tudi 10% nagrada pri odkritju novega 
bloka.  
5.2.1 RUDARJENJE S CPE  
Procesor ali centralno procesna enota (CPE) je osrednji del računalnika, ki obdeluje 
(procesira) podatke ter nadzoruje in upravlja ostale enote. CPE je sestavljena iz digitalnih 
elektronskih vezij, ki so na enem integriranem vezju, ki ga imenujemo mikroprocesor. 
Integrirano vezje je elektronsko vezje (naprava), ki na enem koščku polprevodniškega 
materiala združuje več osnovnih elektronskih elementov (tranzistorjev, upornikov). 
Celotno elektronsko vezje je zaščiteno s plastičnim ali keramičnim ohišjem, iz katerega 
štrlijo kovinski kontakti – nožice. 
 Naloge CPE: 
 izvaja programe, 
 obdeluje podatke, 
 kontrolira delovanje vhodnih in izhodnih naprav (Šolski center Novo mesto, 2014). 
Za rudarjenje s CPE bomo uporabili štirijedrni intelov procesor Q6600, ki trenutno po 
zmogljivosti sodi v srednji razred procesorjev. Procesor hkrati obdeluje 64 bitov in deluje s 
frekvenco 2.4 GHz. 
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Slika 13: Specifikacije procesorja Q6600 
 
Vir: Intel Corporation (2014) 
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Slika 14: Procesor Q6600 
 
Vir: Sysprofile (2014) 
Za prvo tehniko rudarjenja smo izbrali povprečen računalnik, ki uporablja procesor Q6600. 
Treba je poudariti, da ostale komponente računalnika matična plošča, RAM, disk in 
grafična kartica nimajo nobenega vpliva na hitrost rudarjenja. Rudarimo izključno s 
procesorsko močjo, edini pogoj, da smo povezani z ostalimi rudarji v bazenu in z verigo 
blokov, pa je, da mora imeti računalnik vzpostavljeno internetno povezavo.  
Rudarjenje smo izvajali s pomočjo že obstoječe programske opreme GUIminer, pridružili 
pa smo se bazenu rudarjev, imenovanem »btcdig.com«. Preden lahko začnemo rudariti v 
izbranem bazenu, je treba na spletni strani bazena opraviti registracijo novega 
uporabnika. Takoj, ko se registrira nov uporabnik, se mu ustvari spletna denarnica in 
vanjo prejema narudarjene valute. Vsak uporabnik si ustvari svoje delavce (ang. worker), 
ki so povezani z njegovo spletno denarnico. Vsakemu določi želeno uporabniško ime in 
geslo in lahko začne rudariti.  
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Slika 15: Primer rudarjenja CPE 
 
Vir: lasten 
Iz slike je razvidno, da rudarimo v bazenu »btcdig.com«. Username in password 
predstavljata našega delavca, ki smo ga ustvarili in je povezan z našo spletno denarnico. 
Lahko ustvarimo več delavcev, saj lahko rudarimo na več različnih napravah in tako vse 
narudarjene valute prejemamo v isto denarnico. 
Polje device nam predstavlja izbrano napravo, s katero rudarimo. V tem primeru je 
možnost izbire med rudarjenjem s procesorjem ali rudarjenjem z grafično kartico. V 
našem primeru je izbran procesor in za rudarjenje so uporabljena vsa 4 jedra, kar je 
razvidno iz polja CPU affinity.  
Rudarjenje smo izvajali s pomočjo GUIMinerja, ki omogoča samo rudarjenje digitalne 
valute bitcoin. V prvi tehniki smo tako s pomočjo procesorske moči rudarili digitalno valuto 
bitcoin. Naša hitrost rudarjenja je bila 3,8 Mhash/s, kar je razvidno iz GUIminerja. To 
pomeni, da naš procesor v sekundi izračuna 3.800.000 kontrolnih vsot in jih primerja z 
določeno ciljno vsoto omrežja. 
Procesor ves čas deluje na robu svojih zmožnosti. Uporabljanje računalnika tako v času 
rudarjenja praktično ni mogoče. Prav tako se dvigne temperatura procesorja na mejo 
dovoljene in ventilatorji za hlajenje se prav tako vrtijo z najvišjo možno hitrostjo, da lahko 
zagotavljajo hlajenje komponent.  
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Slika 16: Delovanje procesorja Q6600 
 
Vir: lasten 
Grafikon 1: Rezultati rudarjenja s CPE 
 
Vir: lasten 
Rezultati neprestanega 30-dnevnega rudarjenja s procesorjem Q6600 so predstavljeni v 
zgornjem grafu. Dnevni izkupiček rudarjenja se je gibal od 0,00000005 BTC do 
0,00000007 BTC. Po 30 dneh se je v naši spletni denarnici nabralo 0,00000173 BTC, kar 
pri trenutni ceni 1 BTC = 285,9 € pomeni, da smo v enem mesecu narudarili vsega 
0,00049 €. S takšnim načinom rudarjenja bi do vrednosti 1 centa prišli šele po malo več 


















Rudarjenje digitalnih valut s CPE je tako nesmiselno. Težavnost rudarjenja digitalnih valut 
je za rudarjenje s CPE danes prevelika. Trenutno celotno omrežje v sekundi izračuna 
338.805.692,42 × 106 kontrolnih vsot, medtem ko jih procesor Q6600 izračuna samo 
3.800.000. To pomeni, da je celotna moč omrežja več kot 88.000 krat večja in en sam 
procesor Q6600 enostavno ni dovolj konkurenčen pri rudarjenju.  
Za primerjavo si lahko ogledamo rudarjenje s trenutno enim izmed najmočnejših in 
najdražjih procesorjev na trgu. To je Intel Xeon E5-2690, ki v prosti prodaji stane več kot 
2000€. Njegova hitrost pri rudarjenju pa je približno 66 Mhash/s. To pomeni, da je pri 
rudarjenju 30 krat hitrejši kot naš izbrani procesor Q6600. Tudi to ne prinaša veliko 
večjega zaslužka, saj lahko morda mesečno računamo na preračunanih 0,01 € oziroma 1 
cent. S prvo tehniko rudarjenja smo ugotovili, da se trenutno rudarjenje s CPE ne splača, 
saj je težavnost rudarjenja prevelika za hitrost preračunavanja, ki jo omogoča katerikoli 
procesor. Rudarjenje s CPE je bilo aktualno pred leti, ko rudarjev še ni bilo veliko in je bila 
težavnost rudarjenja majhna. 
5.2.2 RUDARJENJE Z GPE 
Za drugo tehniko rudarjenja smo uporabili grafično kartico, katere del je grafično 
procesna enota (GPE). 
Grafična kartica je del računalnika, pogosto v obliki samostojne razširitvene kartice, ki 
upravlja digitalno sliko v svojem pomnilniku in jo posreduje v obliki digitalnega signala ali 
pa jo pretvori in posreduje v obliki analognega signala. Grafična kartica omogoča tako 
prikaz besedila kot tudi prikaz grafičnih podatkov. Sestavljena je iz namenskega 
grafičnega procesorja, pomnilnika, digitalno-analognega pretvornika in drugih elektronskih 
delov. Grafični procesor skrbi za prenos podatkov med računalnikom in grafičnim 
pomnilnikom ter pogosto za izračun pogostih slikovnih operacij. Količina vdelanega 
pomnilnika pogojuje največjo grafično ločljivost in število barv, hitrost prikaza slike pa je 
odvisna od vrste procesorja, podatkovnega vodila in vrste pomnilnika.  
Grafični procesor (ang. Graphics Processing Unit) – služi preračunavanju grafičnih 
informacij za grafični izhod. Nahaja se na grafični kartici ali na matični plošči računalnika. 
Proizvajalci grafičnih procesorjev so na primer ATI , NVidia ali 3DLabs , nato pa jih 
vgradijo različni proizvajalci grafičnih kartic, na primer Asus, Gainward, MSI, Sapphire v 
grafične kartice (fmf.uni-lj.si, 2014). 
Pri rudarjenju nas ne bo zanimalo, kako kvalitetno sliko in s kakšno hitrostjo proizvaja 
grafična kartica v kombinaciji z njenim procesorjem. Predmet naše obravnava bo grafični 
procesor in njegova hitrost računanja kontrolnih vsot. 
Za drugo tehniko rudarjenja z GPE smo izbrali grafično kartico SAPPHIRE DUAL-X R9 280X 
3GB GDDR5. Grafična kartica sodi v višji razred in je trenutno ena izmed boljših na trgu. 
Da bi dosegli boljše rezultate pri rudarjenju, smo rudarili z dvema grafičnima karticama 
naenkrat.  
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Slika 17: Sapphire radeon 280x 3GB GDDR5 
 
Vir: (Hexus.net, 2014) 
Tabela 4: Specifikacije grafične kartice 
Grafična kartica  SAPPHIRE DUAL-X R9 280X 3GB GDDR5 
Vodilo  PCI Express 3.0 
Čipovni nabor  Sapphire Radeon R9 280X 
Pretočnih procesorjev  2048 
Pomnilnik 3GB DDR5 
Takt procesorja 1020 MHz 
Takt pomnilnika 6000 MHz 
Spominsko vodilo  384 bit 
Tehnologija izdelave 28 nm  
Vir: lasten 
Grafična kartica SAPPHIRE DUAL-X R9 280X 3GB GDDR5 ima 384-bitno pomnilniško vodilo 
in zmogljiv grafični procesor (GPE), ki teče pri frekvenci 1020 MHz. Grafični procesor 
spada med bolj zmogljive. Delovni pomnilnik GDDR5 deluje pri frekvenci 6000 MHz in je 
tako izredno hiter, kar pripomore k hitrejši obdelavi podatkov. Hlajenje je omogočeno 
z dvema vgrajenima ventilatorjema in posebno arhitekturo hladilnih reber. 
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Za drugo tehniko je bilo potrebno izdelati primerno napravo za rudarjenje. Grafične 
kartice se pri rudarjenju namreč segrejejo tudi do več kot 80 stopinj. Zaradi segrevanja jih 
je potrebno ločiti od osnovne plošče, da se ta ne pregreje in da je omogočen boljši pretok 
zraka. To smo dosegli z uporabo posebnih podaljškov, imenovanih »Pci-e riser«. Te 
omogočajo, da grafično kartico dvignemo od osnovne plošče za 10-20cm. 
Slika 18: PCI Riser 
 
Vir: Majesti.co (2014) 
Ker smo uporabili 2 grafični kartici, je bilo potrebno izbrati tudi primerno matično ploščo, 
ki omogoča priklop več grafičnih kartic. Uporabili smo Asusovo ploščo P5Q Deluxe. Izbira 
ostalih komponent procesorja, RAM-a diska in napajalnika nima vpliva na rudarjenje, zato 
smo izbrali procesor, ki uporablja podnožje 775, tako kot tudi osnovna plošča. Dodali smo 
še 4Gb DDR2 rama in dovolj zmogljiv napajalnik, da poganja celotno napravo. Potrebno je 
bilo izdelati tudi manjše ohišje, ki omogoča hkrati priklop dveh grafičnih kartic s pomočjo 
PCI-e riserjev in skrbi za boljše hlajenje naprave. 
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V drugem primeru rudarjenja smo se odločili za rudarjenje digitalne valute litecoin. V 
krajši primerjavi rudarjenja bitcoina in litecoina smo namreč dobili boljše rezultate pri 
rudarjenju litecoina. Bitcoin za svoje delovanje uporablja SHA 256 zgoščevalno funkcijo, 
medtem ko litecoin uporablja scrypt. Rudarjenje in delovanje valute poteka enako kot pri 
bitcoinu, le kontrolne vsote se računajo na drugačen način.  
Za rudarjenje smo uporabili GUIMiner scrypt, ki omogoča rudarjenje digitalnih valut, ki 
uporabljajo scrypt zgoščevalno funkcijo. 
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Slika 20: Primer rudarjenja GPE 
 
Vir: lasten 
Tokrat smo se pridružili bazenu »ltc.give-me-coins.com«. Rudarili smo z dvema grafičnima 
karticama hkrati. V program lahko vnesemo nastavitve, za katere želimo, da jih naša 
grafična kartica uporablja pri rudarjenju. Uporabili smo priporočene nastavitve za grafične 
kartice višjega razreda, saj so že optimalno nastavljene in na ta način dobimo, največjo 
hitrost preračunavanja kontrolnih vsot. Vsaka grafična kartica deluje s hitrostjo 715 
khash/s, kar pomeni, da preračuna 715000 različnih kontrolnih vsot v sekundi.  
Tako kot pri prvem načinu rudarjenja s CPE, tudi v tem primeru: GPE deluje z največjo 
možno obremenjenostjo. Uporaba računalnika je tudi tukaj med rudarjenjem praktično 
nemogoča. Zelo se nam zatika že premikanje miškinega kazalca, saj grafični kartici vso 
moč porabita za rudarjenje in je ne ostane dovolj za nemoten prikaz slike. Naprava kljub 
posebno izdelanemu ohišju dosega izredno visoke temperature. Grafični kartici namreč na 
trenutke presegata 80 stopinj. Vsi ventilatorji pa ves čas delujejo z največjo možno 
hitrostjo. 
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Grafikon 2: Rezultati rudarjenja z GPE - LTC 
 
Vir: lasten 
Za preračunavanje iz LTC v BTC smo uporabili trenutni tečaj, ki je 1 LTC = 0.01003000 BTC 


































Rezultati neprestanega 30-dnevnega rudarjenja z dvema grafičnima karticama Sapphire 
radeon 280x so predstavljeni v zgornjem grafu. Dnevni izkupiček rudarjenja je bil ocenjen 
na okoli 0,02793681 LTC oziroma na preračunanih 0,00028021 BTC. Po 30 dneh se je v 
naši spletni denarnici nabralo 0,83810430 LTC ali preračunanih 0,00840619 BTC, kar pri 
trenutni ceni 1 BTC = 285,9 € pomeni, da smo v enem mesecu narudarili 2,5 €.  
Rudarjenje digitalnih valut z GPE je veliko uspešnejše kot rudarjenje s CPU, še vedno pa 
je izkupiček zelo majhen. Cena ene take grafične kartice v malo prodaji presega 200 €. 
Glede na to, da grafična kartica sodi v najvišji razred, je za rudarjenje bolj primernih zgolj 
majhno število drugih grafičnih kartic. Te pa dosegajo 25 % boljšo uspešnost pri 
rudarjenju. 
5.2.3 RUDARJENJE Z NAMENSKIMI NAPRAVAMI  
Za tretjo tehniko smo si izbrali rudarjenje z namenskimi napravami. Te naprave so nastale 
potem, ko rudarjenje z računalniki ali grafičnimi karticami ni bilo več tako dobičkonosno. 
So nekakšen odgovor naraščajoči težavnosti rudarjenja. Naprave so zasnovane iz 
prilagojenih kosov silicija, ki so sposobni zelo hitro preračunavati kontrolne vsote 
zgoščevalnih funkcij. Potrebno je poudariti, da je ena taka naprava sposobna 
preračunavati kontrolne vsote zgolj ene same zgoščevalne funkcije. Tako je naprava, ki 
zna preračunavati SHA-256 zgoščevalno funkcijo, popolnoma neuporabna pri uporabi 
drugih zgoščevalnih funkcij. 
Za namensko napravo smo izbrali antMiner S1. Naprava je prilagojena za uporabo SHA-
256 zgoščevalne funkcije. Njena hitrost preračunavanja kontrolnih vsot je 180.000.000 
.000 na sekundo. Antminer S1 potrebuje za svoje delovanje računalniški napajalnik in 
internetno povezavo. Naprava je zasnovana tako, da jo upravljamo preko spletnega 
vmesnika iz računalnika, ki je povezan v isto omrežje kot naprava. Delovanje naprave je 
popolnoma samostojno. Uporabnik nastavi bazen, v katerem bo rudaril, in naprava 
avtomatično začne rudariti. V primeru, da pride do težav z internetno povezavo ali težav 
pri rudarjenju, se naprava samodejno zaustavi in avtomatično nadaljuje svoje delo, ko so 
težave odpravljene.   
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Slika 21: Antminer S1 
 
Vir: MercadoLibre S.R.L. (2014) 
Za rudarjenje z namenskimi napravami smo izbrali bazen ispace.co.uk. Ker naprava 
omogoča uporabo SHA-256 zgoščevalne funkcije, smo v tretjem primeru rudarili 
bitcoine. Izbira programske opreme tokrat ni bila potrebna, saj za vse nastavitve 
poskrbi naprava sama. Vse, kar mora določiti uporabnik, je bazen, v katerem se 
rudari. 
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Slika 22: Primer rudarjenja z NN 
 
Vir: lasten 





Rezultati neprestanega 30-dnevnega rudarjenja z namensko napravo antminer S1 so 
predstavljeni v zgornjem grafu. Dnevni izkupiček rudarjenja je bil ocenjen na 0,00229422 
BTC. Po 30 dneh se je v naši spletni denarnici nabralo 0,0688266BTC, kar pri trenutni ceni 
1 BTC = 285,9 € pomeni, da smo v enem mesecu narudarili 19,67 €.  
Rudarjenje digitalnih valut z namenskimi napravami je veliko uspešnejše kot rudarjenje s 
















vrhunskima grafičnima karticama. Cena enega antminerja S1 v maloprodaji pa je okoli 
100 €. Iz teh podatkov vidimo, da je to edino rudarjenje, ki je smiselno glede na trenutno 
razmerje težavnosti in cene bitcoina. 
 
5.3 PRIMERJAVA REZULTATOV RUDARJENJA  




















Grafikon 6: Primerjava rudarjenja 2 
 
Vir: lasten 
V zgornjih grafih so prikazani združeni rezultati vseh treh vrst rudarjenja, ki smo jih 
preizkusili, in smo jih izvajali neprekinjeno 30 dni. Rezultati so sledeči: 
Tabela 5: Primerjava rudarjenja 
Vrsta rudarjenja CPE GPE NN 
BTC po 30 dneh 0,00000173 0,00840619 0,0688266 
€ < 0,01 2,5 19,67 
Vir: lasten 
Rudarjenje s CPE se je v praksi izkazalo kot popolnoma nesmiselno, saj je težavnost že 
tako velika, da ji tudi najboljše in najdražje CPE niso več kos. Rudarjenje z GPE je boljše 
od rudarjenja s CPE, vendar ni smiselno glede na ceno grafičnih kartic in končni dobiček. 
Iz rezultatov je razvidno, da se je za daleč najboljšo možnost izkazalo rudarjenje z 
namenskimi napravami, ki je glede na ceno naprav in končen dobiček še vedno smiselno. 
Pri tem je treba poudariti, da se namenske naprave uporabljajo zgolj za rudarjenje, 
medtem ko je rudarjenje zgolj ena izmed funkcij, ki jo ponujata CPE in GPE. Tako v 


















napravo za rudarjenje ne moremo početi ničesar drugega in postane neuporabna. Po 
drugi strani CPE in GPE še vedno lahko uporabljamo za druge namene. 
5.4 VKLJUČITEV PORABE ELEKTRIČNE ENERGIJE  
 
Naprave v naši analizi rudarjenja so delovale neprestano 30 dni po 24 ur na dan. Kot je 
bilo razvidno, naprave vedno delujejo pri najvišji možni obremenitvi, da bi s tem dosegli 
največji uspeh pri rudarjenju. Vsaka naprava porabi različno količino električne energije za 
svoje delovanje. Zaradi tega je v analizo nujno potrebno vključiti porabo električnega 
toka. CPE in NN sta za svoje delovanje uporabljali 550 W računalniški napajalnik. Dve 
grafični kartici pa sta za delovanje potrebovali 750 W napajalnik, saj pri najvišji 
obremenitvi potrebujeta več električne energije.  
Izračun porabe električne energije je bil opravljen z napravo imenovano »VOLTCRAFT 
Energy Check 3000«. Naprava se vključi v električno vtičnico, vanjo pa vključimo napravo, 
ki ji želimo izmeriti porabo električne energije.  
 
Slika 23: Merilna naprava za merjenje porabe električnega toka 
 
Vir: Conrad (2014) 
Za izračun porabe električne energije smo uporabili ceno energije v manjši tarifi MT 
0,03599 € in ceno energije v višji tarifi VT 0,06499 €. Upoštevali smo trenutno veljavno 
zakonodajo, ki pravi: 
 
VT - večja dnevna tarifa, ki jo dvotarifni števec beleži vsak delavnik od 6.00 do 22.00 ure. 
MT - manjša tarifa je tarifa, ki jo dvotarifni števec beleži vsak delavnik od 22.00 do 6.00 
ure naslednjega dne ter vsako soboto, nedeljo in dela prost dan od 0.00 do 24.00 ure 
(Elektro Gorenjska, d.d., 2014).  
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Tabela 6: Razmerje VT in MT 
 
Cena v € Število UR na mesec 
 MT  0,03599 368 
 VT 0,06499 352 
 Vir: lasten 
 
Tabela 7: Primerjava porabe električne energije 
 
CPE GPE NN 
poraba v kW 0,21 0,54 0,36 
poraba MT v € 2,8 7,15 4,76 
poraba VT v € 4,8 12,35 8,24 
skupaj v €: 7,6 19,5 13 
Vir: lasten 
 
Iz izračunov je razvidno, da se je največ električne energije porabilo z rudarjenjem z GPE. 
Naprava z dvema grafičnima karticama je po pričakovanju na vrhu, saj že za svoje 
nemoteno delovanje potrebuje tudi močnejši napajalnik kot ostale dve. Naprava je v 
enem mesecu porabila za preračunanih 19,5 € električne energije. Na drugem mestu v tej 
primerjavi je rudarjenje z NN, ki mesečno porabi 13 €. Najmanj električne energije pa 
porabi rudarjenje s CPE, ki mesečno stane 7,6 €.  
 
Tabela 8: Končni rezultati rudarjenja 
  CPE GPE NN 
Izkupiček rudarjenja v € 0,01 2,5 19,67 
Poraba elektrike v € 7,58 19,5 13 
Rezultat v € -7,57 -17 6,67 
Vir: lasten 
V končni primerjavi rudarjenja z vključeno porabo električne energije je zmagovalec 
rudarjenje z namensko napravo. Ta vrsta rudarjenja je tudi edina, ki na koncu meseca 
prinese pozitiven izkupiček. Taka vrsta rudarjenja mesečno prinese 6,67 €, kar pa je 
zelo malo glede na to, da taka naprava trenutno stane 100 €. Glede na to, da 
težavnost rudarjenja še vedno narašča, je vprašanje, kakšen bo izkupiček naprave v 
naslednjih mesecih. Ostali dve možnosti rudarjenja, kot vidimo, že sedaj porabita več 




5.5 REZULTATI RUDARJENJA V PRETEKLOSTI  
 
Glede na dobljene rezultate rudarjenja, se nam postavlja vprašanje, ali je bilo rudarjenje 
kdaj bolj dobičkonosno in kako dobičkonosno je bilo. To bomo izračunali v naslednji 
analizi, ki nam bo dala odgovor, kako so bile naše naprave, uporabljene za rudarjenje, 
uspešne v preteklosti, ko težavnost še ni bila tako velika. Za to, da bi lahko izračunali, 
kakšen je bil izkupiček rudarjenja v preteklosti, potrebujemo več podatkov. Nagrada pri 
rudarjenju se izračuna po naslednji formuli: 
 
𝑁𝑎𝑔𝑟𝑎𝑑𝑎 =  
č𝑎𝑠 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎 × 𝑛𝑎𝑔𝑟𝑎𝑑𝑎 𝑧𝑎 𝑏𝑙𝑜𝑘 × ℎ𝑖𝑡𝑟𝑜𝑠𝑡 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎
𝑡𝑒ž𝑎𝑣𝑛𝑜𝑠𝑡 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎 × 𝑢𝑠𝑝𝑒š𝑛𝑜𝑠𝑡 𝑝𝑟𝑖 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑢
 
 
Čas rudarjenja = 1 dan (86400s)  
Nagrada za blok = 25 BTC ali 50 LTC, odvisno od tega, kaj rudarimo 
Hitrost rudarjenja = število kontrolnih vsot, ki jih izračuna naša naprava vsako sekundo 
Težavnost rudarjenja = se dnevno spreminja glede na to, kako hitro se najde iskana 
kontrolna vsota 
Uspešnost pri rudarjenju = 232 pri rudarjenju v bazenu 
 











































































































































































































Rezultate želimo prikazati v evrih in zato potrebujemo še podatke o gibanju cene BTC/€ in 
LTC/BTC. 
 

































































































































































































































































































































































































































































Izračun dnevnega izkupička rudarjenja BTC s CPE smo naredili po naslednji formuli:  
 
𝑁𝑎𝑔𝑟𝑎𝑑𝑎 =  
č𝑎𝑠 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎 × 𝑛𝑎𝑔𝑟𝑎𝑑𝑎 𝑧𝑎 𝑏𝑙𝑜𝑘 × ℎ𝑖𝑡𝑟𝑜𝑠𝑡 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎
𝑡𝑒ž𝑎𝑣𝑛𝑜𝑠𝑡 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎 × 𝑢𝑠𝑝𝑒š𝑛𝑜𝑠𝑡 𝑝𝑟𝑖 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑢
 × dnevna cena BTC 
 
 
𝑁𝑎𝑔𝑟𝑎𝑑𝑎 =  
86400 × 25 × 3800000
𝑡𝑒ž𝑎𝑣𝑛𝑜𝑠𝑡 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎 × 232
 × dnevna cena BTC 
 
Izračun je bil narejen za vse dni od 12. 12. 2012 do 12. 12. 2014. Rezultati rudarjenja s 
CPE so prikazani v spodnjem grafu. 
 





Rezultati rudarjenja BTC s CPE kažejo, da se je na ta način rudarilo samo ob začetku 
bitcoina, ko je bila težavnost zelo majhna. Ta način rudarjenja je namreč v zadnjih dveh 
letih dnevno prinesel največ od 4 do 5 centov izkupička. Bolj uspešen je bil takoj na 












































































































































































































Izračun dnevnega izkupička rudarjenja BTC z GPE smo naredili po naslednji formuli:  
 
𝑁𝑎𝑔𝑟𝑎𝑑𝑎 =  
č𝑎𝑠 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎 × 𝑛𝑎𝑔𝑟𝑎𝑑𝑎 𝑧𝑎 𝑏𝑙𝑜𝑘 × ℎ𝑖𝑡𝑟𝑜𝑠𝑡 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎
𝑡𝑒ž𝑎𝑣𝑛𝑜𝑠𝑡 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎 × 𝑢𝑠𝑝𝑒š𝑛𝑜𝑠𝑡 𝑝𝑟𝑖 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑢
 × dnevna cena BTC 
 
 
𝑁𝑎𝑔𝑟𝑎𝑑𝑎 =  
86400 × 25 × 1442000000
𝑡𝑒ž𝑎𝑣𝑛𝑜𝑠𝑡 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎 × 232
 × dnevna cena BTC 
 
Izračun je bil narejen za vse dni od 5. 7. 2013 ( prva napoved grafične kartice 280x) do 
12. 12. 2014. Rezultati rudarjenja z GPE so prikazani v spodnjem grafu. 
 





Rezultati rudarjenja BTC z GPE kažejo, da je bilo to rudarjenje najuspešnejše takoj ob 
izidu grafične kartice in je dnevno prineslo nekaj več kot 2€.  
Izračun dnevnega izkupička rudarjenja LTC z GPE smo naredili po naslednji formuli:  
 
𝑁𝑎𝑔𝑟𝑎𝑑𝑎 =  
č𝑎𝑠 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎 × 𝑛𝑎𝑔𝑟𝑎𝑑𝑎 𝑧𝑎 𝑏𝑙𝑜𝑘 × ℎ𝑖𝑡𝑟𝑜𝑠𝑡 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎
𝑡𝑒ž𝑎𝑣𝑛𝑜𝑠𝑡 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎 × 𝑢𝑠𝑝𝑒š𝑛𝑜𝑠𝑡 𝑝𝑟𝑖 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑢
 × dnevna cena LTC/BTC × 
dnevna cena BTC 
 
 
𝑁𝑎𝑔𝑟𝑎𝑑𝑎 =  
86400 × 50 × 1442000000
𝑡𝑒ž𝑎𝑣𝑛𝑜𝑠𝑡 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎 × 232
 × dnevna cena LTC/BTC × dnevna cena BTC 
 
Izračun je bil narejen za vse dni od 5. 7. 2013 ( prva napoved grafične kartice 280x) do 





















Rezultati rudarjenja LTC z GPE kažejo, da je bilo to rudarjenje najuspešnejše ob koncu 
leta 2013, ko je dnevni izkupiček presegal 20 €. Iz grafa je razvidno tudi, da je bilo 
rudarjenje z GPE vedno boljše pri rudarjenju LTC kot BTC. 
Izračun dnevnega izkupička rudarjenja BTC z NN smo naredili po naslednji formuli:  
 
𝑁𝑎𝑔𝑟𝑎𝑑𝑎 =  
č𝑎𝑠 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎 × 𝑛𝑎𝑔𝑟𝑎𝑑𝑎 𝑧𝑎 𝑏𝑙𝑜𝑘 × ℎ𝑖𝑡𝑟𝑜𝑠𝑡 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎
𝑡𝑒ž𝑎𝑣𝑛𝑜𝑠𝑡 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎 × 𝑢𝑠𝑝𝑒š𝑛𝑜𝑠𝑡 𝑝𝑟𝑖 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑢
 × dnevna cena BTC 
 
 
𝑁𝑎𝑔𝑟𝑎𝑑𝑎 =  
86400 × 25 × 180000000000
𝑡𝑒ž𝑎𝑣𝑛𝑜𝑠𝑡 𝑟𝑢𝑑𝑎𝑟𝑗𝑒𝑛𝑗𝑎 × 232
 × dnevna cena BTC 
 
Izračun je bil narejen za vse dni od 22. 11. 2013 (izdaja naprave antminer S1) do 12. 12. 





















Rezultati rudarjenja BTC z NN kažejo, da je bilo to rudarjenje najuspešnejše takoj ob izidu 
naprave in da je dnevni izkupiček v začetku presegal 120 €. Vse do 22. 2. 2014 je taka 




















Predstavili smo digitalne valute in njihove prednosti in slabosti v primerjavi s fiat valutami. 
Digitalne valute, ki so predmet obravnave diplomske naloge, temeljijo na kriptografiji in 
zato spadajo tudi v podskupino digitalnih valut, imenovano kriptovalute. Predstavili smo 
glavno digitalno valuto bitcoin in nekaj kasneje nastalih valut, ki so nastale v želji doseči 
prepoznavnost in vrednost bitcoina. Pohlep in želja po hitrem zaslužku sta pripeljala do 
tega, da danes dnevno nastane več različnih digitalnih valut. Večina takih poizkusov 
zamre takoj ob nastanku valute, saj zanje ni dovolj velikega zanimanja. Takšna situacija 
na trgu digitalnih valut je nastala zaradi odprtokodnega pristopa pri razvijanju bitcoina. 
Vse ostalo so poizkusi posnemanja, ampak le redkim uspe doseči vidnejšo vrednost, 
zanimanje in daljšo obstojnost na trgu. 
Prav zaradi tega, ker vse digitalne kriptovalute temeljijo na bitcoinu, sta njihovo delovanje 
in zasnova omrežja enaka. Nastajanje digitalnih valut je vnaprej točno določeno. V 
programski kodi je zapisano, kakšna bo nagrada za novo najdeni blok in na koliko časa 
bodo novi bloki nastajali. Pomemben del pri tem je tudi razpolavljanje nagrade za nove 
bloke, ki je prav tako zapisano v programski kodi in jo določijo razvijalci sami. V primeru 
digitalne valute bitcoin je bila začetna nagrada za najdeni blok, ki se zgodi na vsake 10 
minut, 50 BTC, nagrada pa se razpolovi vsaka 4 leta. To pomeni, da danes dnevno 
nastane 3600 novih bitcoinov in je nagrada za vsak novi blok 25 BTC. Leta 2028 pa bo 
dnevno nastalo 225 BTC na dan in bo nagrada za novi blok 1,56 BTC. Te ugotovitve nas 
pripeljejo do deljivosti bitcoina, saj se z razpolavljanjem nagrade kmalu srečamo z večjim 
številom decimalnih mest. Deljivost je omejena na 8 decimalnih mest, kar pomeni, da je 
najmanjša možna vrednost 0,00000001 BTC. 
Upravljanje denarnic in izvajanje transakcij digitalnih valut nas privede do ključnega 
sestavnega dela takega sistema, ki se imenuje veriga blokov. Ta veriga ni nič drugega kot 
zaporedje blokov, ki so nastali od nastanka valute do danes. Veriga blokov je javna in si je 
ne lasti nihče. Zaradi tega govorimo o decentraliziranem omrežju in popolni 
transparentnosti transakcij. Veriga blokov je povezovalni del, ki je sinhroniziran med 
vsemi člani omrežja, in skozi to verigo se potrjujejo tudi vse transakcije v svetu digitalnih 
valut.  
V naslednjem delu diplomske naloge smo predstavili vse možne načine pridobivanja 
digitalnih valut. Tu se srečamo z rudarjenjem, ki je ena izmed možnih oblik pridobivanja 
digitalnih valut. V resnici pa je rudarjenje še veliko več. Je namreč tisto, ki skrbi, da 
nastajajo novi bloki in s tem nove enote digitalnih valut, obenem pa skrbi tudi za varno 
potekanje transakcij v omrežju. Izdelali smo tri različne naprave in z njimi izvajali 
rudarjenje. Rudarili smo s centralno procesno enoto računalnika, z dvema grafičnima 
procesnima enotama zmogljivejših grafičnih kartic in z namensko napravo za rudarjenje. 
Po enem mesecu neprestanega rudarjenja različnih digitalnih valut smo z analizo 
rezultatov prišli do zanimivih podatkov in zaključkov. Naprave, s katerimi smo rudarili, so 
bile pri svojem delu različno uspešne. Po vključitvi električne energije v končni izračun, 
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smo ugotovili, da je rudarjenje smiselno samo z namenskimi napravami za rudarjenje, ki 
nam je po enem mesecu prineslo preračunanih 7 €. Pri ostalih dveh napravah smo porabili 
več električne energije kot je bil dobiček iz rudarjenja digitalnih valut. Ker pa je rudarjenje 
pomemben dejavnik za delovanje digitalnih valut in ključen za obstoj, smo izdelali še 
analizo rudarjenja v preteklosti. S pomočjo formule za izračun uspešnosti rudarjenja in 
številnih podatkov za daljše časovno obdobje smo dobili končni izračun, kako uspešne so 
bile dnevno naše naprave pri rudarjenju v preteklosti. Ti rezultati so nam dali odgovor, 
zakaj je bilo v preteklosti o rudarjenju toliko dvignjenega prahu. Ugotovili smo namreč, da 
je bil dnevni dobiček z napravami, ki smo jih uporabili za izdelavo te diplomske naloge, 
večji od 100 €. 
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