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はじめに
例えば、テレビコマーシャルで見かけた新製品の詳
細についてインターネットでメーカーのホームページ
にアクセスして調べる。出張に出かける前に電車の乗
り継ぎ確認や指定席予約、ホテルの宿泊予約をすべて
インターネットで済ませる。今や当たり前のように
日々インターネットを利用している私たちの生活も、
思い返してみるとこの十数年間に目覚ましい変化を遂
げてきた。商用インターネットプロバイダの出現と拡
大、パーソナルコンピュータ（以下「パソコン」）の
高性能化と低価格化、ADSLに代表される高速通信回
線の普及、携帯電話によるインターネット接続などに
より、その利用者数は増加し続けてきた。それと同時
に、インターネットを利用した新しいサービスや商品
が続々と開発されて市場に供給され、利便性の向上が
さらなる利用者数の増加を後押ししてきた。
今日、インターネット上にはありとあらゆる情報が
溢れ、その膨大な情報の中から必要とする情報を効率
よく検索し、結果として得られた情報の真偽を見極め
る能力が私たちに求められるようになった。インター
ネットの利用によって私たちの生活も大きく変化し、
インターネットショッピングなどの商取引では、24時
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間の即時応答性や物流の高機能化によって時間や距離
による制約をほとんど意識させないところまで来てい
る。インターネット利用者は、容易に情報発信が可能
となったことで個人間の情報交換が活性化され、同じ
趣味・嗜好を持つ見知らぬ者同士がコミュニティを形
成し、独自の世界を創り出している。
しかしその一方で、インターネット利用の拡大は、
明るい光の部分だけでなく暗い影の部分を確実に拡げ
つつある。インターネット上で起こるトラブルや犯罪
は年々増加の傾向にあり、それらに巻き込まれて被害
者となる人の数も増加している。被害者の中には18歳
未満の児童も含まれており、その数も増え続けている。
とくに最近は携帯電話によるインターネット利用との
関係も指摘されており、携帯電話を自分の子どもに買
い与える保護者にも、その責務として子どもを守ると
いう意識を持つことが望まれている。
本稿では、インターネットを中心とするネットワー
ク社会の現状を踏まえた上で、その中に巻き込まれる
子どもたちをどのように守っていくべきかを検討する。
１　インターネット利用の８割以上が
携帯端末から
図表１は日本におけるインターネット利用者数の推
移を示している。平成９年末には1,155万人（人口普及率
9.2％）であったインターネット利用者数は、平成19年
末には8,811万人（人口普及率69.0％）と、この10年間で
急増しており、単純に計算をすれば日本に住む人の３
人に２人が何らかの形でインターネットを利用してい
ることになる。インターネットが私たちの生活に入りこ
み、広く利用されるものとなったことは明らかである。
現在、これらのインターネット利用はパソコンだけ
ではなく、携帯電話やゲーム機などをアクセス手段と
して使用している。図表２は平成19年におけるイン
ターネット利用端末の種類について示している。パソコ
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ンを使用してインターネットに接続している人は7,813
万人（88.7％）であるのに対して、携帯電話・PHSおよ
び携帯情報端末を使用している人は7,287万人（82.7％）
と両者の間にはそれほど大きな差が無いと言える。し
たがって、インターネットの利用はある限られた場所
や時間だけではなく、いつでも、どこでも、移動中で
も利用できるものとなってきていることがわかる。
図表１　インターネット利用者数の推移
出典：総務省「平成19年通信利用動向調査」より
図表２　インターネット利用時の情報端末の種類
出典：総務省「平成19年通信利用動向調査」より
小学生、中学生、高校生など児童が携帯電話・PHS
（以下「携帯電話等」）を保有する割合も高くなってお
り、平成19年３月に実施された内閣府の調査（図表３）
では、小学生（319人中）で31.3％、中学生（451人中）
で57.6％、高校生（396人中）で95.5％が携帯電話を保
有しており、携帯電話を利用してインターネットを利
用する割合も小学生で27.0％、中学生で56.3％、高校生
に至っては95.5％と、ほとんどの高校生がインターネッ
トを利用していることが報告されている。
このような状況の中で、私たちはインターネットを
利用することで日常的に膨大な情報を得ることを可能
としたが、一方でインターネットの匿名性などを悪用
した犯罪の危険に身をさらすこととなり、とりわけ弱
い立場の子どもたちが狙われる事例が増加している。
図表３　携帯電話等の使用状況（小・中・高生）
２　ネットワークを利用した犯罪は増
えている
警察庁では、情報技術を利用した犯罪、いわゆるサ
イバー犯罪の中で、ネットワークを利用した犯罪を次
のように定義している。
犯罪の構成要件に該当する行為についてネット
ワークを利用した犯罪、又は構成要件該当行為でな
いものの、犯罪の実行に必要不可欠な手段として
ネットワークを利用した犯罪をいう。
ネットワーク犯罪の検挙件数は急増しており、図表
４で示すように全国における平成15年のネットワーク
利用犯罪検挙件数1,647件に対して平成19年では3,918件
と、この５年間で２倍以上の増加となっている。しか
しながら、ネットワーク利用犯罪については、それを
取り締まる法の整備が遅れがちになっている現状もあ
り、それを考慮すればここで表面化しない犯罪も増加
していることが容易に推測できる。
図表４　ネットワークを利用した犯罪の検挙件数
万人
利
用
者
数
人
口
普
及
率
利用者数 人口普及率
％
年末
???????????????
小学生 
（N=319）
中学生 
（N=451）
高校生
（N=396）
携帯電話等を
使用している 
31.3% 57.6% 95.5% 
携帯電話等でイ
ンターネットを
利用している 
27.0% 56.3% 95.5% 
（※）携帯電話等とは、携帯電話及びＰＨＳをいう。 
出典：内閣府 「第５回情報化社会と青少年に関する意識
調査報告書」より
出典：警察庁 「平成19年中のサイバー犯罪の検挙状況等
について」より
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図表５に示されるネットワーク利用犯罪の内訳で
は、わいせつ物及び児童ポルノ、児童買春及び条例違
反など、児童が被害者となる犯罪の検挙件数が増加し
ていることがわかる。前述のように高校生のほとんど
が携帯電話を保有し、携帯電話からインターネットの利
用を行っている現状において、いつでもどこでも利用可
能となったインターネットの世界では、多くの児童が犯
罪の標的とされて被害者となる事例が後を絶たない。
図表５　ネットワーク利用犯罪の内訳
３　子どもたちが利用するインター
ネットの表と裏
児童が利用するインターネット上の主なサービスと
しては、ウェブ・サイトの閲覧や電子メールのやり取り
の他にも次のものが挙げられる。なお、個々のサービス
の詳細については、紙面の都合により説明を割愛する。
●　掲示板
●　ブログ
●　SNS（Social Networking Service）
●　プロフ（自己紹介サイト）
●　オンラインゲーム
これらのサービスは、携帯電話の通信費用以外の費
用はほとんど発生しない無料のサイトが多く、簡単な
会員登録だけで利用を開始することが出来る。例え
ば、利用方法の一つとしては他の会員がサイトに書き
込んだ情報を単に閲覧するだけでなく、自分で何らか
の情報をサイトに書き込むことでインターネット上に
即座に発信することができる。子どもたちに人気のあ
る代表的なオンラインゲームのサイト「モバゲータウ
ン」でも、無料でゲームを利用できることの他に、会
員が自分の日記を書き込んだり、会員同士が情報交換
を行ったりするサービスが利用できる。手軽に利用で
きるこれらのサービスでは、同じ趣味・嗜好を持った
会員同士が情報交換やテーマに沿った議論を交わすな
どのコミュニケーションの場として利用することを前
提にしている。子どもたちが情報交換を行うことを楽
しみながら、ネット上で多くの友人を作っていくこと
も期待されている。しかしながら、実態はそのような
表向きの利用ばかりではない。
特定の人物を対象とした誹謗中傷をある会員がサイ
トに書き込むと、その書き込んだ内容に対してさらに
他の会員が賛成意見を書き込んだり、その対象とされ
ている人物に対する別の誹謗中傷を追加して書き込ん
だりすることで、特定の人物の誹謗中傷を言い合いな
がら話題を盛り上げていくことがある。各会員はハン
ドルネームと呼ばれるネット上のニックネームに相当
する名前でやり取りを行うため、直接には誰が書き込
んだものかは判断がつかない。一方で誹謗中傷の対象
とされた特定の人物の氏名、住所、メールアドレス、
電話番号（自宅、携帯）、顔写真などの個人情報が本
人の了解なしに勝手に書き込まれることがある。
図表６は警察庁のサイバー犯罪相談窓口に寄せられ
た名誉毀損および誹謗中傷に関する相談件数を示して
いる。相談件数は平成15年の2,619件から平成19年の
8,871件と５年間で３倍以上にまで増加しており、最悪
の場合には執拗な誹謗中傷により、それを苦にした自
殺に追い込まれる場合もある。
図表６　名誉毀損、誹謗中傷等に関する相談件数
その中でも児童に関しては、いわゆる “ネットいじ
め” という言葉で表現されるように、複数の同級生か
らネット上で誹謗中傷を受け続けるいじめが頻発して
いる。誹謗中傷の書き込みを行う児童とその対象とな
る児童は、クラスメイトであったり、同じ学校に通う児
389 506 494 659
781215
206 261
443 395521 542
1408
1597 1512
437
456
520
756
1065
0
500
1,000
1,500
2,000
2,500
3,000
3,500
4,000
H15 H16 H17 H18 H19
その他
著作権法違反
詐欺
わいせつ物及び児童ポルノ
児童買春及び条例違反
???? ???
2,619
8,037
8,871
5,782
3,685
0
2,000
4,000
6,000
8,000
10,000
（件）
H15 H16 H17 H18 H19
??????????
?????????
出典：警察庁　「平成19年中のサイバー犯罪の検挙状況
等について」より
出典：警察庁　「平成19年中のサイバー犯罪の検挙状況
等について」より
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童であったりすることが多く、普段は同じ教室で何事も
なく生活しているように見えていても、ネット上では特
定の児童に対してのいじめが日常的に行われている。い
じめの対象となった児童は、ネット上での自分に対する
激しい誹謗中傷で精神的なダメージを受けて学校に行
くことができなくなる場合がある。いじめがエスカレー
トすることによって、ネット上にとどまらず、現実生活
での恐喝や暴力行為などの犯罪に発展することもある。
４　学校裏サイトでの誹謗中傷
学校裏サイトとは、学校の公式サイトとは別に、子ど
もたちによって立ち上げられた学校内の情報交換を目的と
した掲示板サイトである。これらのサイトでは、学校の教
員だけでなく、特定の生徒に対する誹謗中傷などが書き
込まれたり、氏名、住所、電話番号などの個人情報や写
真などが本人に無断で書き込まれたりすることが多い。
文部科学省では、「青少年が利用する学校非公式サイ
トに関する調査報告書」（平成20年３月）の中で、学校
裏サイトを学校非公式サイトと呼び、“学校が公式に開
設運営するサイトとは別に中高生の利用（管理運営、閲
覧、書き込み等）を想定した公開型の各種コミュニティ
サイト” と規定した上で、その実態調査の結果を報告し
ている。調査期間中に確認できたサイトおよびスレッド
の数は38,260件であり、それらは図表７のように４つの
形態に分類された。なお、スレッドとは、電子掲示板な
どで特定の話題に関する記事を集めたものを示す。
図表７　学校非公式サイトの数と形態
学校非公式サイトでは、実際にどのような書き込み、
発信が行われているのか。図表８はこれらのサイトの
うち約2,000件のサイト・スレッドの書き込み内容にお
いて、次の３分類の各々に関する書き込みがあるか否
かについて調査された結果を示している。
①誹謗・中傷
「キモイ」、「うざい」等の誹謗・中傷の32語が含
まれる。
②わいせつ表現
性器の俗称などわいせつな12語が含まれる。
③暴力表現
「死ね」、「消えろ」、「殺す」等暴力を誘発する20
語が含まれる。
図表８　誹謗・中傷、わいせつ表現、暴力表現の有無
このような学校非公式サイトに関して中高生の認知
度、閲覧経験、書き込み経験はどのようになっている
のか。同調査のアンケート調査から次のような結果が
得られている。
＜アンケート調査概要＞
対象者：群馬県、兵庫県、静岡県の中高生2,418人
（回答1,522人、回収率63パーセント）
２割以上の中高生が学校非公式サイトを見たことが
あると答えているが、さらにこれらの中高生に対して
何の目的で見たのかを質問し、図表９の結果を得てい
　出典：文部科学省　「青少年が利用する学校非公式サイト
　　　　（匿名掲示板）等に関する調査について」より
　出典：文部科学省　「青少年が利用する学校非公式サイト
　　　　（匿名掲示板）等に関する調査について」より
①誹謗・中傷
②わ い せ つ
表現
③暴力表現
書込あり 書込なし（％）
認知度 
「知っている」人 
33.0% 
（1,522人中502人） 
閲覧経験 
「見たことがある」人 
23.3% 
（1,522人中354人） 
書き込み経験 
「見たことがある」人の中で
「書き込んだことがある」人 
13.8% 
（354人中49人） 
i. サイト・スレッド数…38,260件
　（平成20年１月～３月現在で確認できたもの）
ii. 形態
a. 特定学校非公式サイト…858件
　（特定の学校の生徒が閲覧や書き込みをするもの）
b. 一般学校非公式サイト…1,931件
（全国の中高生が誰でも掲示板を閲覧し書き込みもで
きるもの「Teens学園」、「高校生のしゃべり場」等）
c. スレッド型学校非公式サイト…33,527件
（「2ちゃんねる」など巨大掲示板にスレッドとして掲
載されているもの）
d. グループ・ホームページ型非公式サイト…1,944件
（生徒が「個人ホムペ」と呼び、数人のグループで遊
ぶサイト）
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る。このうち、「暇つぶし」が76.8％と圧倒的に多く、
彼らが目的もなくネット上をふらふらとさまよってい
る中で、興味本位に立ち寄って閲覧している状況が推
察できる。
図表９　学校非公式サイトを閲覧した目的
５　ネット上に書き込まれた自分への
誹謗中傷
ネット上に書き込まれた自分に対する誹謗中傷を見
つけた場合はどのように対応すればよいのか。これに
ついては、書き込まれている内容の真偽やそれによっ
て受けた損害や被害の状況によって異なる。たとえ誹
謗中傷がインターネット上に書き込まれていても、そ
れによって受ける精神的ダメージが小さく、名誉を大
きく損ねる可能性も低い場合には、ひとまず放置して
無視をするのも一つの選択肢となるであろう。むしろ
慌てて動き始めたことが書き込んだ相手に伝わると、
さらなる誹謗中傷を誘発する危険性を持っている。
しかしながら、その内容が名誉毀損やプライバシー
権の侵害など明らかな権利侵害を及ぼしており、それ
によって本人が損害や被害を受けていることが明らか
な場合には、何らかの対策も検討する必要がある。そ
の一つとして、自分に対する書き込みを掲載している
サイトのプロバイダ事業者や掲示板管理者など（以下
「プロバイダ等」）に対して、送信防止措置の申し立て
（内容の削除要求）をすることができる。送信防止措
置の申し立ては、平成14年５月27日に施行された「特
定電気通信役務提供者の損害賠償責任の制限及び発信
者情報の開示に関する法律（通称：プロバイダ責任制
限法）」に基づいてなされる法定の手続きであり、こ
れらの手続きについては、社団法人テレコムサービ
ス協会のホームページにガイドラインが示されており
（http://www.telesa.or.jp/guideline/index.htm）、 原 則
として所定の様式により書面でプロバイダ等へ提出す
るものとしている。この際、自己の権利が侵害された
ことを証明する資料が必要とされるので、該当する内
容が含まれたページをダウンロードして保存するかも
しくはプリントアウトし、添付して提出することにな
る。送信防止措置の申し立てを受けたプロバイダ等は、
おおむね図表10の流れで処理を行なうことになり、最
終的には送信防止措置（内容の削除）を行うことが期
待される。ただし、前述のように、書き込みの内容か
ら権利侵害が認められないという判断を下された場合
には却下されることもあるので、明らかな権利侵害を
訴えるに十分な証拠資料を提出することが望まれる。
図表10　プロバイダ等の送信防止措置までの流れ
また、自己の権利侵害が明らかで、それによって受
けた損害に対する民事訴訟を起こす場合には、訴訟の
相手を特定することが必要となる。この場合もプロバ
イダ責任制限法に基づいて、発信者情報の開示をプロ
バイダ等に請求することができる。発信者情報開示請
求の手続きは送信防止措置の申し立てと同様に、所定
の様式により書面でプロバイダ等に提出する。権利侵
害が認められた場合には、結果として次のような情報
が請求者に開示される。
①．発信者の氏名又は名称
②．発信者の住所
③．発信者の電子メールアドレス
④．発信者が侵害情報を流通させた際の、当該発信
者のIPアドレス
⑤．④のＩＰアドレスから侵害情報が送信された年
月日及び時刻
　出典：文部科学省　「青少年が利用する学校非公式サイト
　　　　（匿名掲示板）等に関する調査について」より
申立者の本人確認
侵害情報の確認
権利侵害の判断
送信防止措置
申立の受理
76.8%
14.1%
11.9%
10.2%
0%　20%　40%　60%　80%　100%
クラブ・部活動の情報交換
暇つぶし
友達に関する情報交換
その他学校生活や先生
等に関する情報交換
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６　出会い系サイトで子どもが被害者に
子どもが被害者となる犯罪の中でもいわゆる出会い
系サイトに関わる事例が増加している。出会い系サイ
トに関しては、「インターネット異性紹介事業を利用
して児童を誘引する行為の規制等に関する法律（平成
15年法律第83号）第２条第２号」の中で、「インターネッ
ト異性紹介事業」として次のように定義されているも
のである。
異性交際（面識のない異性との交際をいう。以下
同じ。）を希望する者（以下「異性交際希望者」という。）
の求めに応じ、その異性交際に関する情報をインター
ネットを利用して公衆が閲覧することができる状態に
置いてこれに伝達し、かつ、当該情報の伝達を受け
た異性交際希望者が電子メールその他の電気通信を
利用して当該情報に係る異性交際希望者と相互に連
絡することができるようにする役務を提供する事業
この定義に関して、警察庁では、「「インターネット
異性紹介事業」の定義に関するガイドライン」の中で
言い換えて、次の①～④のすべての要件を満たすもの
としている。
①面識のない異性との交際を希望する者（異性交際
希望者）の求めに応じて、その者の異性交際に関
する情報をインターネット上の電子掲示板に掲載
するサービスを提供していること。
②異性交際希望者の異性交際に関する情報を公衆が
閲覧できるサービスであること。
③インターネット上の電子掲示板に掲載された情報を
閲覧した異性交際希望者が、その情報を掲載した異
性交際希望者と電子メール等を利用して相互に連絡
することができるようにするサービスであること。
④有償、無償を問わず、これらのサービスを反復継
続して提供していること。
警察庁では、平成19年６月30日現在のインターネッ
ト異性紹介事業、いわゆる出会い系サイトの数を約
5,000サイトと推計している（フィルタリングサービス
提供会社が保有するURLのうち、カテゴリー “出会い”
に分類されるURLからサンプルを抽出の上、出会い系
サイトの割合を算出し、同カテゴリーの総URL数に乗
じて出会い系サイト数を算出する方法）。これらの出
会い系サイトは、次のような形態に分けられる。
いずれの形態においても、女性はほとんど無料で利
用できることから、興味本位で利用を始めた女性が、
自分でも気づかないうちに犯罪に巻き込まれて被害者
となる事例も少なくない。図表11は平成15年から平成
19年の５年間における出会い系サイトに関係した事件
の被害者数を示している。被害者全体における児童の
割合が83 ～ 85％と著しく高い値で推移しており、さ
らにこれらの児童の中ではそのほとんどが女性である
ことがわかる。
図表11　出会い系サイトに関係した事件の被害者数
図表12は平成19年における出会い系サイトに関する
事件のうち、18歳未満の被害者数の罪名別内訳を示し
ている。児童買春・児童ポルノ規制法違反が53.8％と
全体の過半数を占めて最も多く、青少年保護育成条例
違反が35.3％と次に多い。
出会い系サイトに関係した事件の被害者がどのよう
な情報端末を用いて出会い系サイトにアクセスしてい
たかを図表13に示す。被害者全体および児童について
も約97％という圧倒的に高い割合で携帯電話を用いた
アクセスによるものであることがわかる。
　※ 「児童」とは、18歳未満の者をいう。
　※（　）は、「被害者数」に対する割合。
出典：警察庁　「平成19年中のいわゆる出会い系サイト
に関係した事件の検挙状況について」より
無料サイト 
有料サイト 
広告収入型
企業からのバナー広告収入等により運営
利用者は男性、女性ともに無料
会費徴収型
利用者から定額の会費を徴収し、その収入
により運営（男性のみ有料が主流）
ポイント課金型
男性利用者にポイントを購入させ、利用の
都度ポイントを費消させる方法で運営
（人）
被害者数
うち女性
うち女性
平成 年平成 年 平成 年 平成 年 平成 年
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図表12　児童（18歳未満）被害者の罪名別内訳
図表13　被害者の出会い系サイトへのアクセス手段
平成19年中の被害者数における、小学生、中学生、
高校生の内訳を図表14に示す。小学生の被害者は現状
では多くないが、中学生、高校生と進学にしたがって
被害者が増加し、高校生の女性にいたっては534人と
全体の約63％を占めている。進学にしたがって被害者
数が増加する理由として、図表３で示した児童の携帯
電話等保有率に大きく依存するものと考えられる。
図表14　被害者のうち小学生・中学生・高校生の数
７　子どもたちを守るには協力が不可欠
出会い系サイトに関して警察庁は児童に向けて次の
ように呼び掛けている。
【出会い系サイトから身を守る３つのNO】
　　見ない！
　•出会い系サイトにはアクセスしないこと。
　•会い系サイトへの勧誘メールは見ないこと。
　　書き込まない！
　•女子中・高生が自ら書き込んで犯罪に巻き込ま 
　　　れるケースが数多く発生している。
　•軽い気持ちで書き込みを行なってはいけない。
　　絶対会わない！
　•相手は同じ年頃の女性と思い込んでいても、実 
　　　際に会ってみたら大人の男性ということもある。
　•会うことは危険なことであると認識すべき。
前出の「インターネット異性紹介事業を利用して児
童を誘引する行為の規制等に関する法律（平成15年法
律第83号）」（以下「出会い系サイト規制法」）の第七
条、第八条の中で、事業者に対して児童（18歳未満）
の利用禁止を明示することや利用者の年齢確認などを
義務付けている。また、出会い系サイト規制法の第四
条では、保護者の責務として児童が出会い系サイトを
利用しないように努めることを定めている。子供が出
会い系サイトを利用することを防ぐための具体的な方
策として、警察庁は保護者に対しパソコンの場合には
市販ソフトやプロバイダ提供のソフトによるフィルタ
リング機能の利用、携帯電話の場合には各電話会社の
フィルタリングサービス機能を利用することを勧めて
いる。
（保護者の責務）
第四条　児童の保護者（親権を行う者又は後見人を
いう。）は、児童によるインターネット異性紹介
事業（出会い系サイト）の利用を防止するために、
必要な措置を講ずるよう努めなければならない。
以上のような状況を踏まえると、子どもたちにとっ
てインターネットを中心とした現代のネットワーク社
会は、決して輝かしい光の部分だけではなく、暗くて
危険な影の部分も多いことが分かる。とくに、子ども
たちが持ち歩く携帯電話は、いつでもどこでも利用す
ることができ、自分であまり意識しなくてもインター
ネットへの接続が容易に行えることから、知らないう
ちにトラブルや犯罪に巻き込まれる可能性も高いと言
える。
文部科学省は、平成20年７月25日付けで全国の教育
出典：警察庁　「平成19年中のいわゆる出会い系サイト
に関係した事件の検挙状況について」より
　※ 「児童」とは、18歳未満の者をいう。
出典：警察庁　「平成19年中のいわゆる出会い系サイト
に関係した事件の検挙状況について」より
罪　　　　　　名 18歳未満被害者数（人） 構成比
児童買春・児童ポルノ規制法違反 592 53.8%
青少年保護育成条例違反 388 35.3%
児童福祉法違反 66 6.0%
重要犯罪（殺人、強盗、放火、強姦、
略取誘拐、強制わいせつ） 36 3.3%
その他 18 1.6%
合　　　　　　計 1,100 100.0%
（人）
被害者数
うち児童
平成 年平成 年 平成 年 平成 年
　※ 「高校生」には、児童ではない者（18歳）を含む。
　※ （　）は、前年比。
出典：警察庁　「平成19年中のいわゆる出会い系サイト
に関係した事件の検挙状況について」より
（人）
計小学生 中学生 高校生
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委員会や都道府県知事などに宛てて「児童生徒が利用
する携帯電話等をめぐる問題への取組の徹底につい
て」と題した通知を送付した。この中で文部科学省は、
全国の小中学校での校内への携帯電話の持ち込みを原
則禁止することを通達している。通知の中の「２ 学校
における携帯電話の取扱いに関する方針の明確化につ
いて」では、次のような具体例を示している。
（1）各学校及び教育委員会においては、学校における
携帯電話の取扱いに関して、以下の指針例を参考
とし、児童生徒の発達段階を踏まえつつ、各学校
や地域の実態に応じて方針を明確化し、指針を作
成するなどして、児童生徒及び保護者に周知する
とともに、児童生徒への指導を徹底すること。
　　【指針例】
 㾎 発達段階を考慮し、小中学校においては、学校へ
の児童生徒の携帯電話の持ち込みについては、原
則禁止とすること。
 㾎 児童生徒の通学時における安全等の観点等特別や
むを得ない事情から、携帯電話の学校への持ち込
みが必要と判断される場合は、学校長の判断によ
り、例えば居場所確認や通話機能に限定した携帯
電話の持ち込みを可能とすること。
 㾎 学校への持ち込みを認める場合には、校内での使
用を禁止したり、登校後に学校で一時的に預かり、
下校時に返却したりするなど、学校での教育活動
に支障がないように配慮すること。
（2）指針の作成及び実施にあたっては、あらかじめ保護
者等への周知を行うなど、学校の取組に対する理
解を得て、協力体制を構築することが望ましいこと。
「緊急時に子供とすぐに連絡がとれる」、「子供の居
場所がすぐ分かる」など、防犯上の理由から子どもに
携帯電話を持たせる保護者の方も多いと思われるが、
携帯電話を持たせたることは、危険をはらんだネット
の世界への鍵を子どもに与えることと同じであると認
識すべきであろう。子どもがトラブルや犯罪に巻き込
まれないようにするためには、子どもの携帯電話の利
用状況に関して保護者が積極的に干渉し、どのように
利用すべきなのか家族内で話し合いながらルールづく
りをしていく必要がある。携帯電話に関しては、出会
い系サイトなど携帯電話の有害サイトの未成年者によ
る閲覧を制限するフィルタリングサービスの利用が望
ましい。フィルタリングによって「見たいサイトが見
られない」などと子どもが不満を訴える可能性は高い
が、子どもを危険に近づけないためには致し方ないと
考える。「うちの子だけは大丈夫」などという過信は
禁物である。これは個々の家族だけの問題ではなく、
保護者同士の情報交換や学校と保護者との情報交換を
定期的に行って協力していく必要がある。ネットの世
界は広く、とても一人や二人で見きれるものではない。
情報交換を行うことでネットワーク社会の危険性につ
いての問題意識を共有することができ、問題を発見し
やすくなることが期待できる。
最後に小学校、中学校、高等学校における情報教育
に関して若干提案したい。現代はまさにネットワーク
社会であり、私たちの暮らしの中にネットワークが入
り込んできている。しかしながら、ネットワーク技術
の進歩や変革が著しく速いために、それを利用する私
たち大人の知識や意識は追いつくだけで精一杯という
状況にある。これは子どもたちにとっても同じであろ
う。子どもたちは一見、問題なくネットを利用してい
るように見えていても、法的な制限事項や倫理に関し
て十分に意識しているとは言えない。ネット上では、
新しい技術、サービスや法律などそれらを取り巻く環
境が刻一刻と変化していくため、子どもたちには継続
的な指導と学習が望まれる。学校内で何かネットに関
わるトラブルが発生した時点で生徒全員に注意を促す
だけでは不十分であり、例えば月に１回など定期的に
ネットの使い方やモラルについて児童に指導できる時
間を確保すべきであると考える。これからその人生の
ほとんどをネットワーク社会の中で生きていく子ども
たちが安心して暮らせる社会を構築することが、私た
ち大人に課せられた責務である。
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