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1  Innledning 
1.1 Problemstilling 
Hvilken adgang har arbeidsgiver til å anvende kameraovervåking som et kontrolltiltak ret-
tet mot sine arbeidstakere? 
 
Arbeidsgivers styringsrett gir i utgangspunktet arbeidsgiver et rettslig grunnlag til å iverk-
sette kontrolltiltak i virksomheten, men det gjelder mange begrensinger. Blant annet be-
grenses adgangen av reglene i arbeidsmiljøloven kapittel 9. Aml. § 9-1 1. ledd slår fast at 
arbeidsgiver «kan bare iverksette kontrolltiltak i virksomhet når tiltaket har saklig grunn i 
virksomhetens forhold og det ikke innebærer en uforholdsmessig belastning for arbeidsta-
keren.» Samtidig er adgangen til å iverksette kameraovervåking særskilt regulert i person-
opplysningsloven kapittel VII og vilkårene her skal overholdes. 
 
To motstridende hensyn er i kjernen av de vurderinger som må gjøres. Arbeidstakers rett til 
personvern og privatliv også på sin arbeidsplass og arbeidsgivers interesse i å opprettholde 
virksomhetens effektivitet og beskytte seg mot uønskete og skadelige handlinger som begås 
av arbeidstakere. 
 
1.2 Tema og aktualitet 
Tema for oppgaven er kameraovervåking på arbeidsplassen. Det har blitt gjort flere under-
søkelser de senere år som gir en indikasjon på hvor omfattende bruken av kameraovervå-
king er på norske arbeidsplasser. Kameraer blir stadig vekk rimeligere og mindre i størrelse 
noe som gjør de mer interessant for bruk i arbeidslivet. I en undersøkelse TNS Gallup gjor-
de i januar 2013 oppga hele 40 % av de spurte at det er kameraovervåking i eller utenfor 
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arbeidstedet deres.
1
 I samme undersøkelse oppga 18 % av de spurte at de blir kameraover-
våket på det stedet der de utfører sine arbeidsoppgaver. 
 
I en undersøkelse gjort av forskningsstiftelsen FAFO i 2010, svarte 70 % av de spurte at de 
var negative til kameraovervåking på egen arbeidsplass, der hvor ansatte er når de utfører 
mesteparten av arbeidet.
2
 Det finnes videre en rekke eksempler på ulovlig overvåking fra 
media, som kan tyde på at arbeidsgivere generelt sett er dårlig kjent med hva som er tillatt 
og hvilke vilkår og plikter som må oppfylles i forbindelse med kameraovervåking. I FAFO 
rapporten fra 2010 svarer forøvrig 29 % av lederne at de har lite eller ingen kjennskap til 
hvilke regler som gjelder for kontroll og overvåkning i arbeidslivet
3
. Resultatene fra disse 
undersøkelsene gir grunn til bekymring og viser denne oppgavens aktualitet. 
 
1.3 Nærmere om noen sentrale begrep 
 
1.3.1 Arbeidstaker og arbeidsgiver 
Arbeidstaker er «enhver som utfører arbeid i annens tjeneste» jf. Arbeidsmiljøloven av 17. 
juni. Nr. 62 2005 (heretter aml.) § 1-8 første ledd. 
 
Arbeidsgiver er «enhver som har ansatt en arbeidstaker for å utføre arbeid i sin tjeneste», 
jf. aml.§ 1-8 andre ledd.  
 
Disse begrepene låner betydning og er avhengig av hverandre. Ingen arbeidsgiver uten ar-
beidstaker og vice versa. 
                                                   
 
1
 Undersøkelse gjort av TNS Gallup i januar 2013 i oppdrag fra Datatilsynet og Teknologirådet i forbindelse 
med utgivelsen «Personvern 2013 Tilstand og Trender» 
2
 Mona Bråthen «Kontroll og overvåking i arbeidslivet» Fafo-rapport 2010:22 s.27 
3
 Mona Bråthen «Kontroll og overvåking i arbeidslivet» Fafo-rapport 2010:22 s.102 
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1.3.2 Kontrolltiltak 
Et kontrolltiltak i lovens forstand er de tiltak som omfattes av reglene i aml. kapittel 9. 
Hvilke tiltak det nærmere er tale om er ikke definert i arbeidsmiljøloven. I forarbeidene 
legges det til grunn en vid forståelse av begrepet, «kontrolltiltak omfatter alt fra vanlig 
tidsregistrering (stempling) til inngripende undersøkelser av arbeidstakernes helse eller 
drikkevaner.»4 I Hovedavtalen mellom LO og NHO 2010-2013, i tilleggsavtale V heter det 
at «Kontrolltiltak kan ha sitt grunnlag i teknologiske, økonomiske, sikkerhets- og helsemes-
sige omstendigheter, samt andre sosiale og organisatoriske forhold i bedriften.» De må 
derfor kunne legges til grunn at ethvert tiltak som på en eller annen måte fører kontroll med 
at arbeidstaker opptrer slik arbeidsgiver med rette kan forvente vil være et kontrolltiltak i 
lovens forstand.  
 
Alle kontrolltiltak vil i varierende grad kunne oppleves belastende for den enkelte arbeids-
taker. I forhold til personvernulemper er det imidlertid en stor forskjell mellom de mer tra-
disjonelle kontrolltiltak og kameraovervåking som et kontrolltiltak. Ved bruk av kamera-
overvåking kan arbeidstakers aktiviteter kontrolleres og overvåkes på et nivå som er atskil-
lig mer omfattende og intensivt enn tidligere. Det har i denne sammenheng blitt stilt spørs-
mål om ikke bruken av kameraovervåking og annen ny teknologi har endret maktforholdet 
mellom partene slik at det innebærer noe grunnleggende nytt i relasjonen mellom arbeids-
giver arbeidstaker.
5
 
 
Idealene i det norske arbeidslivet har blitt beskrevet med stikkordene tillit, økt medarbei-
derdeltagelse, større grad av ansvarliggjøring og personlig frihet.
6
 I den forbindelse har 
informasjon og kommunikasjon mellom partene blitt fremhevet som virkemidler.
7
 Kame-
raovervåking synes i denne sammenhengen å være et problematisk element idet det påvir-
                                                   
 
4
 Ot.prp.nr. 49 (2004-2005) s.135 
5
 Schartum 2011 s.34/35 
6
 NOU 2009:1 s.151 
7
 Ibid s.151 
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ker holdninger både hos arbeidstaker og arbeidsgiver.
8
 Fafo-forskeren Mona Bråten påpe-
ker at innføring av teknologibaserte overvåkingssystemer «kan bidra til å svekke etablerte 
samhandlingsmønstre og tilliten mellom ulike aktører» i arbeidslivet.9 En høy grad av tillit 
mellom arbeidsgiver og arbeidstaker vil redusere behovet for kameraovervåking, mens inn-
føring av disse kan bidra til å svekke tilliten.
10
  
 
1.3.3 Personvern  
Personvern er et svært vidt begrep som brukes i den allmenne debatt som en felles beskri-
velse på en rekke nokså ulike forhold. I personopplysningsloven § 1 2. ledd defineres be-
grepet som «behovet for personlig integritet, privatlivets fred og tilstrekkelig kvalitet på 
personopplysningene». Personvernet kan ses på som et ideal, men som andre idealer gjel-
der det ikke absolutt og må avveies mot andre motstridende idealer eller vektige hensyn. 
For å sikre den enkeltes personlige integritet og personvern på arbeidsplassen fremhever 
personvernkommisjonen særlig prinsippene om medbestemmelse, saklighet og proporsjo-
nalitet.
11
 
 
Personvernkommisjonen har videre tatt til orde for et tydeligere skille mellom begrepene 
personvern og personopplysningsvern. «Personvern dreier seg om ivaretakelse av person-
lig integritet; ivaretakelse av enkeltindividers mulighet for privatliv, selvbestemmelse (au-
tonomi) og selvutfoldelse.»12 Personopplysningsvern dreier seg om «regler og standarder 
for behandling av personopplysninger som har ivaretakelse av personvern som hovedmål. 
Reglenes formål er å sikre enkeltindivider oversikt og kontroll over behandling av opplys-
ninger om dem selv. Med visse unntak skal enkeltpersoner ha mulighet til å bestemme hva 
                                                   
 
8
 Ibid s.149  
9
 Bråthen Fafo 2010:22 s. 51 
10
 Bråthen Fafo 2010:22 s. 51 
11
 NOU 2009:1 s. 154 
12
 NOU 2009:1 s. 32 
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andre skal få vite om hans/hennes personlige forhold.»13 I denne oppgaven skilles det ikke 
mellom disse begrepene og personvern vil bli brukt som en fellesbetegnelse. 
 
1.4 Avgrensninger 
Oppgaven tar sikte på å redegjøre for vilkårene som må oppfylles for at arbeidsgiver lovlig 
skal kunne benytte kameraovervåking som et kontrolltiltak. Fokuset er kameraovervåking 
av de ansatte idet de utfører sitt arbeid. Sammenhengen er arbeidsrettslig. Utenfor faller 
dermed problemstillinger i forhold til kameraovervåking av tredje personer på publikums-
områder. Problemstillinger i forhold til en virksomhets eventuelle overvåking av rene of-
fentlige områder faller også utenfor. Det samme gjør annen kameraovervåking som ikke 
kommer innunder definisjonen i pol.§ 36. 
 
Det vil videre bare bli redegjort for de regler som direkte for virkning for adgang og gjen-
nomføring av kameraovervåkingen samt gjenbruk. Utenfor faller dermed personopplys-
ningslovens mer prosessuelle regler som bl.a. reglene om informasjonssikkerhet og intern-
kontroll, informasjonsplikter, meldeplikter og andre tilsvarende plikter i den grad de ikke 
naturlig passer inn i drøftelsene. Utenfor faller også de regler som omhandler sanksjoner i 
forhold til overtredelser av personopplysningslovens regler. Reglene om bevisavskjæring 
vil heller ikke bli behandlet. 
 
1.5 Oppgaven videre 
Under punkt 2 presenteres de rettskilder som benyttes for å besvare oppgavens spørsmål. I 
punkt 3 redegjøres det for arbeidsgivers styringsrett som tradisjonelt betraktes som det 
rettslige grunnlag for arbeidsgivers adgang til å iverksette kontrolltiltak. Punkt 4 tar for seg 
forholdet mellom arbeidsmiljøloven og personopplysningsloven når det gjelder kamera-
overvåking. I den sammenheng redegjøres det også for lovenes personvernrettslige ut-
                                                   
 
13
 Ibid 
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gangspunkter og virkeområder. Videre vil det fremgå hvordan dette tilsynelatende doble 
sett av regler kan praktiseres i sammenheng. I punkt 5 redegjøres det for arbeidsmiljølo-
vens prosessuelle krav i forbindelse med gjennomføringen av kontrolltiltak. Punkt 6 om-
handler adgangen til å iverksette kameraovervåking etter reglene i personopplysningsloven. 
I punkt 7 spørres det om kontrolladgangen utvides i tilfeller hvor arbeidsgiver har en kon-
kret mistanke om pliktbrudd eller straffbart forhold. I punkt 8 ses det nærmer på tariffavta-
lesystemet og det spørre om tariffavtaler utgjør en skranke for arbeidsgivers adgang til å 
iverksette kameraovervåking på arbeidsplassen. I punkt 9 gis det ganske kort noen avslut-
tende kommentarer. 
 
2 Oversikt over rettskildebildet 
 
2.1 Lovgivning, forarbeider og etterarbeider 
To lover er særlig sentrale for oppgavens tema arbeidsmiljøloven (aml.) av 17. juni 2005 
nr.62 og personopplysningsloven (pol.) av 14. april 2000 nr.31. 
 
Forarbeider og etterarbeider til disse to lover vil bli brukt i oppgaven. Bestemmelsene om 
kameraovervåking i pol. kapittel VII er til dels overført fra andre lover og forarbeidene til 
disse dermed vil ha relevans. I hovedsak gjelder dette forarbeidene til den nå opphevde lov 
om personregistre (preg.) av 6. september 1978 nr.48.  
 
2.2 Internasjonale rettskilder 
Både EMK
14
 art. 8 og SP
15
 art 17 har bestemmelser som verner om privatlivets fred. De er 
begge gjort til norsk lov gjennom menneskerettsloven av 1999 og vil ha forrang ved mot-
                                                   
 
14
 Den europeiske menneskerettskonvensjon av 1950 (EMK) 
15
 FN konvensjonen om sivile og politiske rettigheter 
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strid med annen lovgivning, jf. menneskerettsloven § 3. Særlig har EMD definert «privat-
liv» relativt bredt, slik at det også kan omfatter visse aktiviteter som finner sted på en ar-
beidsplass.
16
 Rettspraksis fra EMD vil dermed kunne legge føringer på når kameraovervå-
king er tillatt. 
 
Det er i denne sammenheng grunn til å nevne personverndirektivet som er inkorporert i 
norsk rett i personopplysningsloven. Direktivet har som hovedformål å fremme personver-
net ved å harmonisere de nasjonale lover når det gjelder beskyttelse av fysiske personer i 
forbindelse med behandling av personopplysninger. Personverndirektivet er et minimums-
direktiv noe som innebærer at medlemslandene ikke kan vedta lover som tilbyr et svakere 
vern en direktivet anviser, men det kan vedtas regler som gir et bedre vern. 
 
2.3 Rettspraksis 
Det finnes ingen rettspraksis hvor vilkårene for lovlig kameraovervåking er drøftet. Imid-
lertid finnes det andre dommer som kommer inn på eksempelvis lovlighet av andre kon-
trolltiltak og betydningen av god saksbehandling. Disse vil bli brukt der det passer. Fordi 
aml. 9-1 er en kodifisering av tidligere ulovfestet rett og ikke ment å medføre en rettsend-
ring så vil rettspraksis fra før 2005 fremdeles kunne være relevant.  
 
2.4 Datatilsynet og personvernnemdas praksis 
Datatilsynet har i oppgave å føre tilsyn med at personopplysningslovens regler etterleves, 
jf. pol. § 42 tredje ledd nr. 3. Personvernnemda er klageinstans for avgjørelser fattet av 
datatilsynet, jf. pol. § 43 første ledd. Det finnes som nevnt ikke rettspraksis som anviser 
grensene for tillatt kameraovervåking. Praksis fra Datatilsynet og Personvernnemda vil 
dermed få stor betydning og må tillegges mye vekt ved avgjørelser av om kameraovervå-
king i de enkelte tilfeller skal tillates. 
                                                   
 
16
 Se bl.a Niemetz v Germany, Halford v. the United Kingdom, Copland v. The United kingdom. 
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2.5 Tariffavtaler   
Tariffavtaler kan ha bestemmelser som får betydning får arbeidsgivers adgang til å iverk-
sette kontrolltiltak på arbeidsplassen. I oppgaven er Hovedavtalen mellom LO og NHO 
2010 -2013 benyttet, det avgrenses således mot behandling av andre hovedavtaler.   
 
3 Arbeidsgivers styringsrett 
For å kunne iverksette kontrolltiltak som virker inngripende på arbeidstakers personlige 
integritet trenger arbeidsgiver et rettslig grunnlag.
17
 Et slikt grunnlag kan for eksempel sø-
kes i lov eller forskrift, tariffavtale, arbeidsavtale eller arbeidsgivers alminnelige styrings-
rett. Når det gjelder kameraovervåking finnes ingen slik eksplisitt hjemmel verken i lov, 
forskrift eller tariffavtale. At en arbeidsavtale skal kunne hjemle en slik rett er usannsyn-
lig.
18
 Den mest sentrale hjemmel er da arbeidsgivers alminnelige styringsrett. 
 
Styringsretten er ikke lovregulert. Men dens eksistens er klart forutsatt i arbeidsmiljøloven, 
tariffavtaler og i rettspraksis. Styringsretten defineres tradisjonelt som arbeidsgivers rett til 
å organisere, lede, kontrollere og fordele arbeidet.
19
 Den kan utledes fra arbeidsgivers eien-
domsrett til produksjonsmidlene og fra arbeidsavtalen selv.
20
 Arbeidsavtalen angir hvilke 
rettigheter og plikter som gjelder mellom partene og danner i så måte et grunnlag for ar-
beidsgivers kontroll av at arbeidstaker oppfyller sin del av avtalen. Prinsippet om at avtaler 
skal holdes gjelder også for arbeidsavtaler, men arbeidsavtalen er på flere måter ufullkom-
men og styringsretten kan sies å fylle det behov som oppstår som en følge av dette.
21
 Blant 
                                                   
 
17
 NOU 2004:5 s.407 
18
 Dersom en slik avtale gjøres vil kameraovervåkingen allikevel måtte holdes innenfor rammene av lovgiv-
ningen. 
19
 Jf. bl.a. Høyesteretts uttalelse i Rt. 2000 s. 1602 på s. 1609 
20
 Evju 2010 s. 54 Arbeidsgivers styringsrett er anerkjent i juridisk teori, det synes imidlertid å være noe ulike 
tilnærminger på hvordan den skal forankres.  
21
 Evju 2011 s.154 
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annet lar det seg ikke gjøre å definere hvilke behov for kontroll en virksomhet vil få i frem-
tiden. Det er nokså sikkert å anta at forholdene vil endre seg og styringsretten er derfor en 
nødvendig og naturlig forutsetning for enhver arbeidsavtale.
22
  
 
Arbeidsavtalen er imidlertid ikke en avtale mellom to jevnbyrdige parter.
23
 Arbeidstaker er 
underlagt arbeidsgiver. Motstykket til arbeidsgivers styringsrett er arbeidstakers lojalitets- 
og lydighets- og medvirkningsplikt som er en sentral del av arbeidstakers underordning til 
arbeidsgiver.
24
 Denne ubalansen i maktforholdet mellom partene gjør det nødvendig å fast-
sette rammer for arbeidsgivers styringsrett. 
 
I Kårstø dommen jf. Rt. 2001 s.418 som gjaldt spørsmålet om når arbeidstiden begynner og 
slutter for to grupper Statoil ansatte ved anlegget på Kårstø, oppsto spørsmålet om rekke-
vidden av arbeidsgivers styringsrett. Høyesterett uttalte på side 427 
 
«det følger da av styringsretten at Statoil innenfor de rammer lovgivning og avtaler opp-
stiller, har rett til å fastsette det fremmøtested hvor arbeidstakerne skal stå til disposisjon 
for å utføre arbeidsoppgavene».  
 
Høyesterett oppstiller rett nedenfor også et saklighetsprinsipp; 
 
«Styringsretten begrenses imidlertid også av mer allmenne saklighetsnormer. Utøvelse av 
arbeidsgivers styringsrett stiller visse krav til saksbehandlingen, det må foreligge et for-
svarlig grunnlag for avgjørelsen, som ikke må være vilkårlig, eller basert på utenforlig-
gende hensyn.»  
 
                                                   
 
22
 Ibid 
23
 Ibid 
24
 Borchgrevink 2011 s.17 
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Som en følge av disse begrensinger betegnes arbeidsgivers styringsrett ofte som en rest-
kompetanse.
25
 Styringsretten er kun fri innenfor rammene av de faktorene som begrenser 
den. 
 
Arbeidsgiver kan med hjemmel i styringsretten iverksette kontrolltiltak i sin virksomhet. 
Imidlertid må det avgjøres hvor langt denne retten strekker seg. 
 
4 Forholdet mellom arbeidsmiljøloven og 
personopplysningsloven  
 
Arbeidsgivers adgang til å iverksette kontrolltiltak reguleres av bestemmelsene i kapittel 9 i 
lov om arbeidsmiljø, arbeidstid og stillingsvern mv. (aml.) av 17. juni. 2005 Nr. 62. Be-
stemmelsene er en kodifisering av tidligere ulovfestet rett slik den hadde utviklet seg på 
grunnlag av rettspraksis og i avtaler mellom partene i arbeidslivet.
26
 Den faktiske situasjon 
før kodifiseringen var preget av at ny teknologi ga arbeidsgiver flere muligheter til kontroll, 
samtidig som den rettslige situasjonen bar preg av å være fragmentarisk og uoversiktlig.
27
 
Lovfestingen er dermed ikke ment å medføre en rettsendring, men kan sies å ha blitt gjort 
som en følge av et behov for mer oversiktlige regler. Særlig var dette behovet fremtredende 
for uorganiserte arbeidstakere og arbeidsgivere.   
 
Arbeidsmiljøloven gjelder for «virksomhet som sysselsetter arbeidstaker, med mindre an-
net er uttrykkelig fastsatt i loven»28 Arbeidsmiljøloven er dermed klart avgrenset og gjelder 
i hovedsak kun i forholdet mellom arbeidsgiver og arbeidstaker. 
 
                                                   
 
25
 Evju 2010 s.55 
26
 Som f.eks. Tilleggsavtale V til Hovedavtalen mellom LO og NHO. 
27
 Ot.prp.nr.49 (2004-2005) s.143 
28
 Jf. aml. § 1-2 1. ledd 
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Det arbeidsrettslige utgangspunktet for kontrolltiltak er at de kun kan iverksettes når de har 
«saklig grunn i virksomhetens forhold» og dersom de ikke innebærer en «uforholdsmessig 
belastning for arbeidstakeren», jf. aml § 9-1 første ledd. På denne måten avveies arbeids-
givers behov for kontrolltiltaket opp mot arbeidstakers personvern. 
 
I en arbeidsrettslig sammenheng er arbeidstakers personvern ikke uangripelig, men en stør-
relse som må avveies mot arbeidsgivers behov for kontrolltiltaket. 
 
For de fleste kontrolltiltak defineres forholdet mellom arbeidsmiljøloven og personopplys-
ningsloven av aml. § 9-1 2. ledd. Bestemmelsen slår fast at «personopplysningsloven gjel-
der for arbeidsgivers behandling av opplysninger om arbeidstakere i forbindelse med kon-
trolltiltak med mindre annet er fastsatt i denne eller annen lov.» 
 
Om arbeidsgiver har adgang til å iverksette et kontrolltiltak i sin virksomhet er et arbeids-
rettslig spørsmål som må avgjøres etter bestemmelsene i aml. § 9-1 1.ledd. Om arbeidsgi-
ver kan behandle de personopplysninger som fremkommer som en følge av kontrolltiltaket 
er et personvernrettslig spørsmål som avgjøres etter reglene personopplysningsloven. Et 
kontrolltiltak omfattes altså av bestemmelser i begge lover dersom det medfører behandling 
av personopplysninger.  
 
Imidlertid reguleres adgangen til å iverksette kameraovervåking direkte i personopplys-
ningsloven, jf. pol. § 3 første ledd bokstav c.. Kameraovervåking er dermed, som det eneste 
kontroll og overvåkingstiltak underlagt materielle begrensinger i personopplysningsloven.  
 
Lov om behandling av personopplysninger (pol.) av 14. april 2000 Nr. 31 trådte i kraft 1. 
Januar 2001. Personopplysningsloven bygger på EUs personverndirektiv
29
 som igjen i stor 
                                                   
 
29
 EU Direktiv 95/46/EF om beskyttelse av fysiske personer i forbindelse med behandling av personopplys-
ninger og om fri utveksling av slike opplysninger (Personverndirektivet). 
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grad bygger på Europarådskonvensjonen om personvernbeskyttelse.
30
 Personopplysnings-
loven formål er «å beskytte den enkelte mot at personvernet blir krenket gjennom behand-
ling av personopplysninger.»31 Personopplysningsloven gjelder generelt, også i arbeidslivet 
og omfatter også kameraovervåking, jf. pol § 3 bokstav c. Det gjelder særlige regler for 
kameraovervåking, jf. pol. kapittel VII. All behandling av personopplysninger reguleres i 
utgangspunktet av de samme generelle bestemmelsene i personopplysningsloven og loven 
er dermed ikke særlig tilpasset de behov som gjør seg gjeldene i forholdet mellom arbeids-
giver og arbeidstaker. 
 
Personopplysningslovens utgangspunkt synes å være at den enkelte selv eier og bestemmer 
over opplysninger som angår en selv. Lovens hovedregel er følgelig at det må samtykke til 
dersom personopplysninger skal kunne behandles. 
 
Arbeidsmiljøloven og personopplysningslovens utgangspunkter hva gjelder personvern 
synes dermed i utgangspunktet å være noe forskjellig. 
 
Om arbeidsgiver kan iverksette et kontrolltiltak er som nevnt et arbeidsrettslig spørsmål. 
Hvis dette kontrolltiltaket er kameraovervåking kan det imidlertid ikke iverksettes uten at 
også personopplysningslovens særskilte regler er overholdt. Hvordan skal så disse reglene 
praktiseres i sammenheng? 
 
Det uttales i forarbeidene at for tilfeller der kontrolladgangen er regulert i andre lover som 
f.eks. fjernsynsovervåking
32
 vil bestemmelsen, altså aml § 9-1 1. ledd «dels bli supplert og 
dels bli begrenset av slike særregler i spesiallovgivningen. Departementet har vurdert om 
dette bør presiseres uttrykkelig i loven, men er av den oppfatning at slike særskilte lovhjem-
                                                   
 
30
 Europarådskonvensjon nr. 108 med tilhørende rekommandasjoner. 
31
 Pol. § 1 1. ledd 
32
 Fjernsynsovervåking ble erstattet med kameraovervåking ved lovendring i 2012 og er av rent språklig ka-
rakter, jf. Prop. 47 I (2011-2012) Kapittel 9 til § 36. 
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ler i konflikttilfelle regulært vil ha forrang i forhold til en generell generalklausul som den 
foreslåtte.» 33   
 
Imidlertid kan kameraovervåking også tillates etter personopplysningsloven dersom det er 
«nødvendig» for at arbeidsgiver kan vareta en «berettiget interesse» og hensynet til arbeid-
stakers personvern «ikke overstiger» denne interessen, jf. pol § 8 bokstav f. 
 
Det at forarbeidene peker på at aml. § 9-1 1. ledd vil «dels bli supplert» synes å antyde at 
reglene til dels overlapper hverandre. Dette synes som nevnt å være spesielt fremtredende i 
forholdet mellom aml.§ 9-1 1. ledd og pol. § 8 bokstav f. Spørsmålet blir dermed om disse 
bestemmelsene er sammenfallende? 
 
Departementet uttaler i den forbindelse at «mye som taler for at vilkårene etter personopp-
lysningsloven § 8 bokstav f for å behandle opplysninger om arbeidstakerne i samband med 
kontrolltiltak regulært vil være oppfylt dersom lovvilkårene for å gjennomføre selve kon-
trollen er til stede. Kravet om saklig grunn vil normalt føre til at personopplysningslovens 
vilkår om berettiget interesse vil være oppfylt, mens vilkåret om forholdsmessig-
het/proporsjonalitet i alminnelighet vil innebære at kravet om at hensynet til arbeidstake-
rens personvern ikke må overstige arbeidsgivers berettigede interesse ikke vil være kren-
ket.»
34
 
 
Noe lenger nede tilføyes det imidlertid mer reservert «Det som særlig vil kunne skape usik-
kerhet i praksis er hvorvidt nødvendighetskriteriet i personopplysningsloven § 8 vil være 
oppfylt. Det er vanskelig for departementet å gi noe klart eller generelt svar på dette, ut-
over at mye her vil bero på hvorvidt tilsynsmyndighetene og domstolene vil legge seg på en 
                                                   
 
33
 Ot.prp.nr.49 (2004-2005) s.144 
34
 Ot.prp.nr.49 (2004-2005) s.146 
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streng (innskrenkende) eller pragmatisk linje ved praktiseringen av nødvendighetsvilkåret i 
tvister om rettmessigheten av kontrolltiltak i arbeidslivet.»35 
 
På grunnlag av det overnevnte vil denne oppgaves drøftelser bli forankret i personopplys-
ningslovens bestemmelser. Det er for øvrig også personopplysningslovens bestemmelser 
Datatilsynet og Personvernnemda legger til grunn i sine drøftelser om adgang til å iverkset-
te kameraovervåking på arbeidsplassen.  
 
Det vil imidlertid bli sett hen til den arbeidsrettslige sammenhengen. Det innebærer at pol. 
§ 8 f fortolkes i lys av de arbeidsrettslige krav til krav til saklighet og forholdsmessighet. 
De arbeidsrettslige rettskildene vil i stor grad bli benyttet i de vurderinger som gjøres etter 
personopplysningslovens bestemmelser.   
 
5 Arbeidsmiljølovens saksbehandlingsregler 
 
Saksbehandlingsreglene vil i fortsettelsen brukes som en fellesbetegnelse for de plikter som 
følger av aml § 9-2. Disse reglene innbefatter en rett til å bli hørt og til å delta i de proses-
ser som skjer forut for iverksettelsen av et kontrolltiltak. Økt medarbeiderdeltagelse anses 
som et ideal i Norge.
36
 Saksbehandlingsreglene kan ses som en del av et større kompleks av 
regler som er tilstede for å ivareta et godt psykososialt arbeidsmiljø, jf. aml § 4-3. Også 
andre formål kan sies og ivaretas ved disse reglene, de ansatte kan med sin erfaring og inn-
sikt gjennom medinnflytelse og samarbeid være med å treffe de beslutninger som er til bes-
te for bedriftens fortsatte utvikling og for arbeidstakerne.
37
 
    
                                                   
 
35
 Ibid 
36
 NOU 2009:1 s. 150 
37
 Jf. Hovedavtalen mellom LO-NHO 2010-2013 § 9-1. 
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5.1 Arbeidsmiljølovens krav til gjennomføring av kontrolltiltak 
 
Saksbehandlingsreglene i aml. § 9-2 trådte i kraft 1. januar 2006. Aml. § 9-2 er ikke et re-
sultat av domstolskapte regler slik som aml.§ 9-1 første ledd. Men er parallelle med de 
saksbehandlingsregler som gjaldt og fremdeles gjelder på tariffavtalenes område.
38
 Dom-
stolene har imidlertid lagt vekt på betydningen av god saksbehandling i sin praksis ved 
vurderingen av sakligheten i f.eks. tvister om usaklig oppsigelse.
39
 
 
Aml.§ 9-2 stiller krav til den prosessen som gjennomføres i forbindelse med iverksettelsen 
av et kontrolltiltak i virksomheten. Hensynet bak reglene er å sikre at prosessen i forkant av 
etableringen av et kontrolltiltak er saklig og tillitvekkende. 
 
Bestemmelsen tar sikte på å gi de ansatte en viss grad av innflytelse og kunnskap om det 
som skjer i virksomheten. Kravene om drøfting og informasjon henger sammen med de 
systemer for kontroll og overvåking som virksomheten iverksetter.
40
 Gjennomføring av den 
enkelte kontroll utløser dermed ikke drøftingsplikt, da det forutsettes at dette allerede er 
drøftet og kontrollen er gjennomført på bakgrunn av tidligere fastlagte rutiner. Kravet om 
evaluering henger sammen med de materielle grunnkravene for kontrolltiltaket.
41
 I denne 
sammenheng kravene til at kameraovervåkingen må være «nødvendig» for at arbeidsgiver 
kan vareta en «berettiget interesse» og at hensynet til arbeidstakers personvern «ikke over-
stiger denne interessen», jf. pol § 8 bokstav f, må stadig være oppfylt hvis ikke må kame-
raovervåkingen avvikles. 
 
                                                   
 
38
 Om tariffavtaler se pkt. 8 
39
 Borchgrevink s. 75 
40
 Ot.prp.nr.49. (2004-2005) på s.149 
41
 Ibid 
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5.1.1 Om drøftelsesplikten, jf. aml.§ 9-2 1. ledd. 
 
Bestemmelsen lyder «Arbeidsgiver plikter så tidlig som mulig å drøfte behov, utforming, 
gjennomføring og vesentlig endring av kontrolltiltak i virksomheten med arbeidstakernes 
tillitsvalgte.» 
 
Før arbeidsgiver beslutter å etablere kameraovervåking i sin virksomhet plikter han å drøfte 
dette med de «tillitsvalgte». Tillitsvalgt ordningen er ikke direkte lovregulert, men hjemles 
i tariffavtale eller hovedavtale.
42
 Imidlertid legges det til grunn en vid forståelse av begre-
pet slik at drøftelser eventuelt kan skje med verneombud eller andre tillitspersoner.
43
 Drøf-
telser skal dermed også finne sted i de bedrifter som ikke har tillitsvalgte. Det kan spørres 
om det foreligger en plikt om komme til enighet? 
 
I ARD 1978 s.110 gjaldt saken en tvist om hvorvidt bedriften Treschow – Fritzøe hadde 
tariffrettslig adgang til å innføre en ordning med stikkprøvekontroll av de ansattes privatbi-
ler idet de forlot bedriftens område. Arbeidsretten tok utgangspunkt i at «bedriftene i kraft 
av sin styringsrett har tariffrettslig adgang til å iverksette kontrolltiltak av forskjellig ka-
rakter overfor arbeidstakerne.»44, dersom vilkårene for det er oppfylt.  Retten fant det på 
det rene at informasjons- og drøftelsesplikten var fulgt opp av Treschow-Fritzøe og at det 
var saklig behov for stikkprøvekontrollene.
45
 Stikkprøvekontrollen ble dermed funnet rett-
messig. 
 
                                                   
 
42
 For eksempel Hovedavtalen mellom LO-NHO 2010-2013 § 5-1 som uttaler «Hvis bedriften eller arbeidsta-
kerne krever det, skal det velges tillitsvalgte for de organiserte arbeidstakerne.» 
43
 NOU 2004:5 s.435 
44
 ARD 1978 s.110 s. 114 
45
 Ibid s. 115 
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Dommen kan tas til inntekt for det synspunkt at det ikke foreligger en plikt for arbeidsgiver 
til å komme til enighet med de tillitsvalgte, så ved uenighet er det arbeidsgiver som be-
stemmer. 
 
Kravet om at drøftelsen skal skje «så tidlig som mulig» innebærer etter forarbeidene at de 
må avholdes «før beslutningen om å etablere kontrolltiltaket blir truffet av arbeidsgiver, og 
så tidlig at de tillitsvalgte og arbeidstakerne har en reell mulighet til å komme med innspill 
og innvendinger. Drøftelser må med andre ord finne sted så tidlig at det er mulig å medta 
innspillene fra arbeidstakerne i bedriftens beslutningsgrunnlag.»46 Det sentrale er at drøf-
telser skjer, om det ikke kommer innspill eller innvendinger forhindrer ikke det at arbeids-
giver kan iverksette kameraovervåkingen. 
 
Det som skal drøftes er alle sentrale elementer i forhold til kameraovervåkingen og dets 
gjennomføring i virksomheten.
47
 Ved drøftelser omkring utforming og gjennomføring er 
det et siktemål at man finner frem til kontrolltiltak som i størst mulig grad minimerer ulem-
pene med kontrollen.
48
 Ved vesentlige endringer av eksisterende kontrollordninger forelig-
ger det også drøftelsesplikt.
49
 
 
5.1.2 Om informasjonsplikten, jf. aml.§ 9-2 2. ledd. 
 
Arbeidsmiljøloven § 9-2 annet ledd bokstav a, b og c, gir anvisning på den minimums in-
formasjon arbeidsgiver skal gi de berørte arbeidstakerne. Det følger av bokstav a at ar-
beidsgiver skal gi informasjon om formålet med kontrolltiltaket. 
 
                                                   
 
46
 NOU 2004:5 s.435 
47
 Ibid 
48
 Ot.prp.nr.49. (2004-2005) på s.148 
49
 NOU 2004:5 s.435 
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Det antas i forarbeidene at bokstav b vil være av særlig betydning.
50
 Etter bokstav b plikter 
arbeidsgiver å gi informasjon om praktiske konsekvenser av kontrolltiltaket, herunder 
hvordan kontrolltiltaket vil bli gjennomført. I forarbeidene sies det at det av b «følger at 
arbeidstakerne skal gis utfyllende informasjon om hvordan kontrollen vil bli innrettet, for 
eksempel om hvor kontrollutstyret vil bli plassert, hvordan utstyret virker, om undersøkel-
sesmetoder, kvalitetssikring av resultater, bruk av eksterne kontrollører og så videre»51. 
Det må da gis utfyllende informasjon om alt som vedrører kameraovervåkingen, som bl.a. 
hvor kameraene plasseres, hvordan de virker, når de er på og så videre. 
 
Etter bokstav c, skal de berørte arbeidstakere få informasjon om kontrolltiltakets antatte 
varighet. 
 
5.1.3 Om evalueringsplikten, jf. aml.§ 9-2 3. ledd. 
 
Etter denne bestemmelsen gjelder det en plikt for arbeidsgiver i samråd med arbeidstaker-
nes tillitsvalgte å jevnlig «evaluere behovet» for de kontroll tiltak som iverksettes. Som 
nevnt må kontrolltiltaket avvikles dersom de materielle vilkårene for det ikke lenger er til-
stede. Loven krever at evalueringen skjer jevnlig, hvor ofte dette er ikke nærmere fastsatt. 
Arbeidslivslovutvalget «antar at dette bør søkes avklart når selve tiltaket drøftes etter be-
stemmelsens første ledd. Hyppighet og hvor grundig evalueringen skal være må ellers vur-
deres konkret i forhold til det enkelte kontrolltiltak».52 
 
 
                                                   
 
50
 Ibid 
51
 Se Ot.prp.nr.49. (2004-2005) på s.148 
52
 NOU 2004:5 s.437 
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5.2 Hvilke rettslige konsekvenser har brudd på saksbehandlingsreglene? 
 
Aml § 9-2 er en ordensbestemmelse noe som innebærer at brudd på drøftelses- eller infor-
masjonsplikten i seg selv ikke medfører at kontrolltiltaket blir ulovlig.
53
 
 
Imidlertid kan det ha betydning for vurderingen av om det foreligger «saklig grunn», jf. 
aml.§ 9-1 1. ledd. Ettersom denne oppgaven som nevnt ikke drøfter disse vilkårene særskilt 
vil dette momentet dras inn i forhold til vurderingen som gjøres etter pol. § 8 bokstav f. 
Etter denne bestemmelsen kan kameraovervåking etter forholdene anses og ikke være 
«nødvendig» for å ivareta en «berettiget interesse» dersom saksbehandlingen har vært lite 
tillitvekkende. 
 
Det finnes ikke rettspraksis som drøfter vilkårene for når kameraovervåking lovlig kan 
iverksettes, men i forbindelse med bruk av GPS som et kontrolltiltak har sammenhengen 
mellom disse reglene og rettmessigheten av kontrolltiltaket vært drøftet. 
 
I Rt. 2013 s. 143 foretar høyesterett for første gang en behandling av vilkårene i personopp-
lysningsloven. Saken gjaldt et spørsmål om oppreisningserstatning etter pol. § 49 tredje 
ledd. Høyesteretts flertall kom til at opplysninger fra en GPS logg ikke senere kunne brukes 
til et nytt formål som var uforenelig med det opprinnelige formålet med hjemmel i pol. § 8 
bokstav f. Ved drøftelsen av aml. § 9-2 uttales det i dommens avsnitt 62; 
 
«Det må legges til grunn at Avfallsservice AS ikke gjennomførte slike drøftelser eller ga 
slik informasjon i forkant av at tømmingsloggen ble sammenholdt med timelistene. § 9-2 
knytter seg ikke direkte til personopplysningsloven, og som det påpekes i Ot.prp.nr.49 
(2004-2005) Om lov om arbeidsmiljø, arbeidstid og stillingsvern mv side 314, regnes be-
stemmelsen som en ordensforskrift. Bestemmelsen er imidlertid et resultat av lovgivers av-
                                                   
 
53
 Ot.prp.nr.49. (2004-2005) på s.314 
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veining av arbeidsgivers behov for kontrolltiltak og arbeidstakers personverninteresser. 
Den manglende etterlevelse av bestemmelsen må derfor tillegges vekt i vurderingen av 
ulempene A er påført.»         
 
5.3 Betydningen av god saksbehandling 
 
God saksbehandling gir en vinn vinn situasjon både for arbeidsgiver og arbeidstaker. En 
god drøftelse i forkant bidrar til at arbeidsgiver drar nytte av de tanker og ideer arbeidsta-
kerne sitter inne med. Dette gir arbeidsgiver et bredere og antakeligvis bedre grunnlag til å 
fatte beslutninger. Som nevnt innledningsvis fører saksbehandlingsreglene til et bedre per-
sonvern for arbeidstakerne. Større åpenhet ved spørsmål som angår kontrolltiltak fører tro-
lig til også til en bedre bedriftskultur hvor følelsen av lagånd og tillitsbånd mellom arbeids-
giver og arbeidstaker styrkes. 
 
Underrettspraksis viser at en god saksbehandling trolig kan utgjøre forskjellen for om et 
kontrolltiltak ansees for å være rettmessig eller ikke. 
 
I GPS kjennelsen
54
, som gjaldt et spørsmål om bevisavskjæring i en sivil sak om oppsigelse 
i arbeidsforhold, fant lagmannsretten enstemmig at et bevistilbud i form av utskrifter av en 
GPS-logg kunne fremføres til tross for at det var fremskaffet på en utilbørlig måte. Høyes-
teretts ankeutvalg
55
 forkastet enstemmig en anke over lovtolkning og saksbehandling med 
den begrunnelsen at anken klart ikke kan føre frem. Lagmannsretten drøftet sammenhengen 
mellom pol.§ 8 bokstav f og aml. § 9-1 og det siteres derfra; 
 
«Lagmannsretten kan heller ikke se at den nye behandlingen av personopplysningene kan 
begrunnes i en interesseavveining i henhold til personopplysningsloven § 8 bokstav f). 
                                                   
 
54
 RG-2011-321 
55
 Hr-2011-1019-U 
 21 
Lagmannsretten har da særlig sett hen til sammenhengen med arbeidsmiljøloven, hvoretter 
arbeidsgiver bare kan iverksette kontrolltiltak overfor arbeidstaker når tiltaket har saklig 
grunn i virksomhetens forhold og det ikke innebærer en uforholdsmessig belastning for 
arbeidstakeren, jf. arbeidsmiljøloven § 9-1 første ledd»56 
 
Og litt nedenfor; «Innføring av slike tiltak skal drøftes med tillitsvalgte, jf. arbeidsmiljølo-
ven § 9-2 første ledd.» 
 
Lagmannsretten konkluderer så med «At disse bestemmelsene ikke er hensyntatt taler mot 
at den nye behandlingen av personopplysningene kan anses rettmessig ut fra en interesse-
avveining etter personopplysningsloven § 8 bokstav f).» 
 
Lagmannsretten fant følgelig grunn til å bemerke at det ikke kunne utelukkes at tiltaket 
ville ha blitt vurdert som rettmessig dersom saksbehandlingsreglene var blitt fulgt.
57
 
 
6 Adgangen til å iverksette kameraovervåking etter 
personopplysningsloven 
 
6.1 Om bakgrunnen for at kameraovervåking reguleres i 
personopplysningsloven 
 
Personopplysningslovens kapittel VII om kameraovervåking bygger ikke på EUs person-
verndirektiv, men er i stor grad videreført fra den nå opphevde lov om personregistre av 6. 
september 1978. Bakgrunnen for at kameraovervåking ble regulert der er antakeligvis at 
personregisterloven (preg) til en viss grad allerede regulerte kameraovervåking. Dette 
                                                   
 
56
 RG. 2011 s. 321 10. avsnitt etter lagmannsretten skal bemerke. 
57
 Jf. RG. 2011s. 321 I ellevte avsnitt etter lagmannsretten skal bemerke. 
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gjaldt i den utstrekning kameraovervåkingen kunne sies å utgjøre et personregister i per-
sonregisterlovens forstand, jf. preg § 1 2. ledd. Ren monitorering falt dermed utenfor defi-
nisjonen og diskusjonen gikk om hvorvidt et videoopptak kunne utgjøre et personregister 
dersom det ikke var søkbart.  
 
Kameraovervåking var imidlertid regulert særskilt av partene i arbeidslivet. Det ble avtale-
festet at personregisterlovens regler gjaldt både for direkte og kontinuerlig kameraovervå-
king og lagring av opptak. I hovedavtalen av 1990 mellom Næringslivets Hovedorganisa-
sjon og Landsorganisasjonen ble det for eksempel i § 9-4 nr. 2 annet og tredje ledd bestemt 
at; 
 
«I situasjoner hvor direkte og kontinuerlig TV-overvåkning av den enkelte ansatte i den-
ne[s] arbeidssituasjon kan være aktuelt, skal hensikt og behov klarlegges. Slik overvåkning 
bør i størst mulig utstrekning unngås, og kravet til saklighet fastslått i Lov om personregis-
ter m.m. må håndheves. Systematisk lagring ved hjelp av video e.l. av slike opptak begren-
ses av reglene i Lov om personregister m.m. med tilhørende forskrifter.»  
 
Det fantes også spredte enkeltbestemmelser i lovgivningen som direkte eller indirekte regu-
lerte kameraovervåking, men disse bestemmelsene gjaldt i liten grad i forholdet mellom 
arbeidsgiver og arbeidstaker. Som f.eks. straffeloven § 390 b som på nærmere vilkår forbød 
skjult overvåking på offentlig sted. Straffeloven § 390 a sitt forbud mot krenkelse av privat-
livets fred kunne sette skranker for kameraovervåking. Fotografiloven § 15 regulerte ad-
gangen til offentliggjøring av bilder. Domstolloven sitt forbud mot å fotografere sikte-
de/tiltalte til og fra eller under forhandlingene i en straffesak. 
 
Det var da et behov for et bedre og klarere regelverk omkring kameraovervåking generelt, 
men også i arbeidslivet.  
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Behovet fremsto enda klarere etter høyesteretts drøftelser i gatekjøkkenkjennelsen
58
 som 
gjaldt et spørsmål om avskjæring av ulovlig ervervet bevis. I den saken måtte retten ta stil-
ling til lovligheten av et skjult video opptak som var iverksatt med sikte på en ansatt, men 
som også omfattet andre ansatte og kunder. Høyesterett uttalte på side 623 i dommen «Selv 
om det kan være noe diskutabelt om hemmelige video-opptak på arbeidsplassen rammes av 
positive lovbestemmelser, er det etter min oppfatning klart at fremgangsmåten medfører et 
slikt inngrep i den personlige integritet at den ut fra alminnelige personvernhensyn i ut-
gangspunktet bør ansees uakseptabel.»  
 
Opptakene ble ansett som ulovlig ervervet og nektet ført som bevis idet hemmelig kamera-
overvåking stred mot ulovfestet rett. 
 
Dagens regler har dermed vokst frem i et samspill mellom partene i arbeidslivet, lovgiver 
og domstolene.  
 
6.2 Personopplysninglovens virkeområde 
Det følger av personopplysningslovens saklige virkeområde at loven gjelder for «alle for-
mer for kameraovervåking, slik dette er definert i § 36 første ledd.», jf. pol. § 3 bokstav c. 
Dersom kameraovervåkingen omfattes av definisjonen i pol § 36 første ledd medfører dette 
at hele personopplysningsloven gjelder for kameraovervåking, med de presiseringer og 
tilleggskrav som følger av bestemmelsene i kap. VII.  
 
6.3 Hva er kameraovervåking i personopplysningslovens forstand? 
 
Kameraovervåking defineres pol § 36 1. ledd som; «vedvarende eller regelmessig gjentatt 
personovervåking ved hjelp av fjernbetjent eller automatisk virkende overvåkningskamera 
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eller annet lignende utstyr som er fastmontert. Som kameraovervåking anses både overvå-
king med og uten mulighet for opptak av lyd- og bildemateriale. Det samme gjelder utstyr 
som lett kan forveksles med en ekte kameraløsning.»   
 
Pol. § 36 2. ledd fastslår at kameraovervåking bare kan finne sted der vilkårene for dette er 
oppfylt etter pol. § 37 alminnelige vilkår og pol. §§ 38 til 40 tilleggsvilkår. Definisjonen er 
dermed sentral i forhold til å avgjøre om kameraovervåkingen som iverksettes faller innen-
for eller utenfor pol. kapittel VII sine regler. Dersom kameraovervåkingen faller utenfor 
definisjonen må det allikevel vurderes om den faller inn under loven etter pol § 3 bokstav a 
og b, gjør den ikke det så faller den utenfor personopplysningslovens bestemmelser i sin 
helhet. 
 
6.3.1 Vilkåret om «personovervåking». 
 
Pol. § 36 1. ledd setter som vilkår for kameraovervåking at det må dreie seg om «person-
overvåking», det følger da at kameraet må være rettet mot personer. Hvilket formål kame-
raovervåkingen har vil kunne være et avgjørende tolkningsmoment.
59
 Er formålet overvå-
king av rene industrielle prosesser og en arbeidstaker tilfeldigvis kommer innenfor kamera-
ets radius vil det ikke anses som personovervåking.
60
 Dersom det er påregnelig at arbeids-
takere også blir fanget opp vil ikke formålet være avgjørende. Personovervåking må ses i 
relasjon til individovervåking, hvor en person direkte eller indirekte kan identifiseres.
61
  Og 
er dermed ment å avgrenses på samme måte som «personopplysning» i pol. § 2 1. ledd.62 
Personopplysning defineres der som «opplysninger og vurderinger som kan knyttes til en-
keltpersoner.» Dersom kvaliteten på overvåkningskameraet er så dårlig at ingen normalt 
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gjenkjennes utenom personer med særlige kjennetegn er det allikevel å anse som person-
overvåking. Personvernet skal være likt for alle.
63
 
 
6.3.2 Vilkåret om «vedvarende eller regelmessig gjentatt» 
 
Det er videre et krav at personovervåkingen er «vedvarende eller regelmessig gjentatt». 
Om dette vilkåret uttales det i forarbeidene «Fotografering, filming o l av bestemte begi-
venheter, selv om dette skulle strekke seg over noe tid, vil ikke ha karakter av overvåkning, 
og følgelig falle utenfor lovreguleringen. Systematisk iakttakelse eller opptak vil imidlertid 
omfattes, selv om iakttakelsen eller opptaket ikke skjer permanent. F eks vil bruk av kame-
raer som bare trer i funksjon med faste mellomrom, til bestemte tider, eller når en person 
kommer inn i kameraets billedfelt, omfattes.»64 
 
Enkeltstående begivenheter så lenge de ikke regelmessig gjentas vil dermed falle utenfor 
definisjonen. 
 
Systematisk iakttakelse eller opptak vil kunne omfattes selv om dette ikke skjer perma-
nent.
65
 Lagmannsretten la til grunn i Ølutsalgskjennelsen
66
 at skjult overvåking av en be-
stemt ansatt, på hans faste arbeidsplass, fra omkring kl. 1200 til kl. 1930, måtte anses som 
et vedvarende opptak. 
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6.3.3 Vilkåret om «fjernbetjent eller automatisk virkende overvåkningskamera 
eller annet lignende utstyr som er fastmontert» 
 
Det skilles her mellom fastmonterte og mobile/håndholdte løsninger hvor av sist nevnte 
faller utenfor definisjonen og dermed ikke omfattes av bestemmelsen i pol. kapittel VII.  
Kameraovervåkingsløsninger som ikke er fastmonterte vil som nevnt innledningsvis, alli-
kevel kunne omfattes av personopplysningslovens generelle regler etter pol § 3 bokstav a 
eller b.
67
 Overvåkningskameraet må være «fjernbetjent eller automatisk virkende». Dette 
innebærer at kameraet for så vidt kan være fastmontert, men faller utenfor lovens krav der-
som det manøvreres fra det sted det er plassert.
68
 Betegnelsen «overvåkings kamera eller 
annet lignende utstyr» tar sikte på å omfatte alle tekniske innretninger som kan formidle 
bilder.
69
 
 
6.3.4 Om skillet mellom monitorering og lagring av lyd og bilde. 
 
Pol.§ 36 1 ledd andre punktum presiserer at både overvåking med og uten mulighet for 
opptak av lyd og bilde er å anse som kameraovervåking.
70
 Imidlertid kan de konkrete vur-
deringer som skal gjøres etter personopplysningslovens regler falle litt forskjellig ut av-
hengig av om kameraovervåkingen medfører lagring eller ikke.
71
 Det er således ikke opp-
lagt at vilkårene for lagring er oppfylt dersom man finner ren monitorering rettmessig. I lys 
av de personvernhensyn som gjør seg gjeldene må det stilles strengere krav til lagring da 
personvernulempene er større. Hensynet til arbeidstakernes personvern gjør seg enda ster-
kere gjeldene dersom det også blir lagret lyd. 
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6.3.5 Om «dummy» kameraer 
 
Pol.§ 36 1. ledd tredje punktum fastslår at også såkalte «dummy» kameraer omfattes av 
bestemmelsene i pol. kap. VII dersom de lett kan forveksles med en ekte kameraløsning.
72
 
Hensynet bak er at det for den som overvåkes oppleves like inngripende som en ekte kame-
raløsning dersom han ikke vet at det er en «dummy». Det sentrale ved vurderingen av om 
det lett kan forveksles er hvordan det oppfattes på avstand etter et raskt øyekast.
73
 
 
6.4 Grunnkrav til gjennomføring av kameraovervåking, jf. pol § 11  
 
Bestemmelsen setter grenser for når og hvordan kameraovervåkingen lovlig kan gjennom-
føres. Før arbeidsgiver kan iverksette kameraovervåking i sin virksomhet må de kumulative 
vilkårene i pol. § 11 være på plass. Det er arbeidsgiver som skal sørge for at vilkårene i pol. 
§ 11 forut og til enhver tid er oppfylt.  
 
Det følger av pol. § 11 første ledd bokstav a at kameraovervåking bare kan gjennomføres 
«når dette er tillatt etter § 8 og § 9». Dette innebærer at det må foreligge et lovlig behand-
lingsgrunnlag etter pol § 8 og eventuelt også pol. § 9 dersom det dreier seg om sensitive 
personopplysninger og at det må foreligge før kameraovervåking kan gjennomføres. 
 
Det følger av pol § 11 første ledd bokstav b at kameraovervåking bare kan nyttes til «ut-
trykkelig angitte formål» som er «saklig begrunnet» i den behandlingsansvarliges virksom-
het. To vilkår må dermed oppfylles. 
 
En naturlig språkforståelse av vilkåret «uttrykkelig angitte formål» tilsier at formålet må 
uttrykkes klart og presist. Forarbeidene uttaler at det må fastsettes et formål som er tilstrek-
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kelig «konkret og avgrenset til å skape åpenhet og klarhet»74 om hva behandlingen skal 
tjene til. Bestemmelsen stiller således krav til presisjon ved angivelse av formålet. «Gene-
relle og vage beskrivelser som «administrative oppgaver eller «kommersiell bruk» vil da 
ikke være tilstrekkelig presise.»75 Det kan imidlertid godt være mer en et formål. I utgangs-
punktet gjelder ingen krav til skriftlighet, men det må antakeligvis kunne innfortolkes. Ett 
formål kan vanskelig anses for å være uttrykkelig angitt dersom det ikke er nedfelt skriftlig.  
 
Bestemmelsen har en nær sammenheng med pol. §11 første ledd bokstav c som fastslår at 
kameraovervåking eller informasjon fra tidligere overvåking ikke senere kan brukes til 
formål som er uforenelig med det opprinnelige formål. Et presist angitt formål er sentralt 
når denne vurderingen skal foretas.  
 
Videre kreves det at formålet er «saklig begrunnet» i arbeidsgivers virksomhet. 
 
Alminnelig språkbruk tilsier da at formålet må kunne begrunnes i et behov som følger av 
virksomhetens vanlige drift. Dette kan uttrykkes som at formålet må ha en nær og naturlig 
tilknytting til virksomheten.
76
 For å kunne ta stilling til dette er det en forutsetning at form-
ålet er angitt presist nok, jf. vilkåret «uttrykkelig angitte» formål.77 En arbeidsgiver kan 
således ikke selv fritt velge hva formålet skal være. Kameraovervåking av steder hvor også 
arbeidstaker befinner seg vil etter forholdene kunne la seg saklig begrunne i virksomhetens 
behov. Noen virksomheter er f.eks. tidvis utsatt for ran og vil dermed kunne ha et behov for 
å overvåke publikumsområder for å motvirke dette. Det er imidlertid ikke sikkert at direkte 
overvåking av de ansatte i den forbindelse og ikke bare lokalet kan begrunnes saklig. En 
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slik overvåking kan fort bli ansett som usaklig og en krenkelse av de ansattes rett til per-
sonvern.
78
  
 
I pol. § 11 første ledd bokstav d stilles det krav om at de personopplysninger som behand-
les skal være «tilstrekkelige
79
 og relevante» ut fra det angitte formålet. I kravet til relevans 
må det innfortolkes en begrensning.
80
 Kameraovervåkingen kan bare brukes til det som det 
er saklig behov for i den aktuelle sammenhengen og bare i den utstrekning det er nødven-
dig i forhold til formålet. Formålet er bestemmende for hva som kan overvåkes og hvor 
omfattende overvåkingen kan være. Det fremkommer ikke fra bestemmelsens ordlyd, men 
det gjelder her et proporsjonalitets prinsipp.
81
 Kravet til relevans har nær sammenheng med 
kravet til saklighet. Forskjellen synes å være at saklighetskravet begrunner behovet for ka-
meraovervåking, mens kravet til relevans begrenser kameraovervåkingen til det som er 
saklig og nødvendig i øyeblikket, altså utførelsen av kameraovervåkingen. Kameraovervå-
king utover det som er relevant vil medføre unødvendig store personvernulemper.  
 
Dette synet støttes av Datatilsynets praksis hvor tilsynet flere ganger har slått ned på kame-
raovervåking som går utover det som er nødvendig for å ivareta formålet. Et eksempel på 
dette gir Datatilsynets kontroll hos United Bakeries Majorstua.
82
 Formålet med kamera-
overvåkingen var i hovedsak å beskytte de ansatte og virksomhetens verdier mot kriminelle 
handlinger og dersom det forekommer kunne dokumentere disse. Området i tilknytning til 
disken ble overvåket av i alt fire dome-kameraer som i realiteten fanget opp alt som fore-
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gikk bak disken. Datatilsynet fant at en viss bruk av kameraovervåking kunne tillates, men 
uttalte at skal «overvåking bak disken i det hele tatt fortsette, må den snevres inn slik at de 
ansatte ikke blir filmet hele tiden, og at det som blir filmet, mer eksklusivt avgrenses til 
formålet; pengehåndtering.»83 
        
Pol. § 11 første ledd bokstav e krever at personopplysningene som behandles er korrekte og 
oppdatert og at de ikke lagres lengre enn nødvendig ut fra formålet med behandlingen.  
For kameraovervåking reguleres lagringstid i personopplysningsforskriften (pof.) Som er 
gitt med hjemmel i pol. § 41. Hovedregelen etter pof. § 8-4 er at billedopptak skal senest 
slettes 7 dager etter at opptakene er gjort. 
 
6.5 Nærmere om gjenbruk av personopplysninger til andre formål 
Antageligvis vil opptak fra kameraovervåking ofte kunne avgi informasjon om andre for-
hold i tillegg til det som er angitt som formål med overvåkingen. Opptak fra kameraover-
våkingen kan f.eks. gi svar på om de ansatte skjøtter sitt arbeid slik det kan forventes eller 
om virksomheten drives med den grad av effektivitet som er ønskelig. Spørsmålet blir da 
om virksomheten kan bruke tidligere innhentet informasjon fra kameraovervåking til andre 
formål enn det som er angitt? 
 
Det slås fast i pol. § 11 første ledd bokstav c at personopplysninger ikke kan brukes senere 
til formål som er «uforenelig med det opprinnelige formålet» med innsamlingen uten at den 
registrerte «samtykker». Om samtykke vises det til punkt 6.6.1. 
  
Om den nye bruken av personopplysningene er «uforenelig med det opprinnelige formålet» 
krever en konkret vurdering i hvert enkelt tilfelle. Alminnelig språkbruk tilsier at et formål 
vil være «uforenelig» med det opprinnelige dersom det ikke i noen grad ivaretar de samme 
saklige interesser.  
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Det uttales i forarbeidene at det sentrale momenter i denne vurderingen vil være «om bruk 
av opplysningene innebærer ulemper for den registrerte, om bruken skiller seg sterkt fra 
den som lå til grunn for innsamlingen [………] Et eksempel på formål som ofte vil være 
uforenlig med innsamlingsformålet, er bruk av opplysningene til kontrollformål, særlig når 
kontrollen ikke er en naturlig del av den virksomheten den behandlingsansvarlige driver, 
eller når ubehaget for den registrerte ikke står i et rimelig forhold til fordelene kontrollø-
ren oppnår.»84 
 
Reelle hensyn tilsier at bestemmelsen bør tolkes strengt, idet gjenbruk til andre formål kan 
være svikefullt i forhold til arbeidstakers forventninger om hva kameraovervåkingen skal 
brukes til. I et personvernperspektiv vil den nye bruken kunne være problematisk fordi den 
avviker fra det den ansatte ble informert om, og i større eller mindre grad er fortrolig med, 
til noe arbeidstakerne kanskje ikke finner ønskelig. Personvernulempene kan i slike tilfeller 
bli store. 
 
Det ble tidligere lagt til grunn at pol. § 11 første ledd bokstav c og pol. § 8 bokstav f ut-
gjorde alternative hjemler for gjenbruk av personopplysninger. Dersom pol. § 11 første 
ledd bokstav c ikke hjemlet gjenbruk så var det et spørsmål om gjenbruk kunne hjemles i 
pol § 8 bokstav f. Personvernnemda har uttalt om dette i PVN 2004-3; 
 
«Personvernnemnda antar at loven ikke kan tolkes slik at det stilles strengere krav til gjen-
bruk enn til bruk av opplysninger innsamlet første gang. Bestemmelsen om gjenbruk må ses 
på som en lemping av kravene i personopplysningsloven § 8 og § 9 . Når vilkårene for an-
vendelse av denne mer lempelige bestemmelsen ikke er oppfylt, må man falle tilbake til 
lovens hovedregel, og vurdere om kravene er oppfylt etter personopplysningsloven § 8 .» 
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Som et resultat av en relativ fersk høyesterettsdom Rt. 2013 s.143 er denne forståelse nå 
foreldet. Høyesterett uttaler i dommen at pol. § 11 første ledd bokstav c «gir uttrykk for et 
formålsprinsipp – også omtalt som finalité-prinsippet – som innebærer at innsamling av 
opplysninger skal skje til uttrykkelig angitte og saklige formål, og at senere behandling 
ikke må være uforenlig med disse formål. […….] Det har formodningen mot seg at loven 
skal forstås slik at dette prinsippet langt på vei bortfortolkes.»85 
 
Høyesterett påpeker så at personopplysninger bare kan behandles når «dette er tillatt etter § 
8 og § 9», jf. pol. § 11 første ledd bokstav a.86 Noe som innebærer at det ikke er tilstrekke-
lig at gjenbruken oppfyller vilkårene i pol § 11 første ledd bokstav c, det nye formålet må 
også ha selvstendig hjemmel i pol § 8 og pol § 9 dersom det dreier seg om sensitive per-
sonopplysninger.
87
 Høyesterett finner støtte for sitt syn i forarbeidene som uttaler «Når en 
behandlingsansvarlig ønsker å bruke innsamlete personopplysninger til formål som ikke 
dekkes av den opprinnelige formålsangivelsen, vil det i første omgang være et vilkår at det 
nye formålet oppfyller kravene til lovlig behandling i § 8 , og eventuelt § 9 dersom det 
dreier seg om sensitive personopplysninger. Det nye formålet må m.a.o. ha selvstendig 
hjemmel i behandlingsvilkårene i § 8 [......] Det er m.a.o. ikke noe selvstendig argument for 
å tillate den nye behandlingen at opplysningene allerede er samlet inn.»88 
 
Gjenbruken kan heller ikke forankres i pol § 8 bokstav f alene.
89
 Vilkårene i pol. § 11 første 
ledd bokstav c utgjør således et tilleggsvilkår som må oppfylles før gjenbruk av tidligere 
innsamlede personopplysninger til et annet formål kan tillates 
90
 Høyesterett finner støtte 
for sitt syn i juridisk teori og i forarbeidene som uttaler «I tillegg oppstilles det som et sær-
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skilt vilkår at det nye formålet ikke må være uforenlig med det eller de formålene som opp-
rinnelig lå til grunn for innsamlingen av personopplysningene, jf. bokstav c. Vilkåret gir 
uttrykk for det såkalte finalitetsprinsippet og vil utgjøre en viktig begrensning bl.a for ad-
gangen til å bruke elektroniske spor og til å samkjøre registre eller andre informasjons-
samlinger[ ......] Kravet om forenlighet innebærer at det til tross for at det nye formålet er 
hjemlet i § 8 , kan være slik at de innsamlede opplysningene likevel ikke kan brukes for 
dette formålet. I så fall må den behandlingsansvarlige samle opplysningene inn på nytt.»91 
 
Konklusjonen er at virksomheten ikke kan bruke opptak fra kameraovervåking til andre 
formål enn det eller de som er angitt. 
 
Dommens resultat var enstemmig, men et mindretall bestående av en dommer bygget på en 
annen lovforståelse. 
 
6.6 Rettslig grunnlag til å iverksette kameraovervåking, jf. pol § 8 
 
For å kunne behandle personopplysninger
92
 (heretter iverksette kameraovervåking) krever 
pol. § 8 at minst et av tre vilkår er oppfylt. Dersom ingen vilkår kan oppfylles er det følge-
lig ikke adgang til å iverksette kameraovervåking. For det første kan den registrerte
93
 (her-
etter arbeidstaker) gi sitt «samtykke», for det andre kan det være «fastsatt i lov» at det er 
adgang til slik behandling, for det tredje kan kameraovervåking iverksettes dersom det er 
nødvendig for å oppfylle ett eller flere av vilkårene i bokstav a-f.  
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Alternativet «fastsatt i lov» er ikke aktuelt når det gjelder iverksettelse av kameraovervå-
king.  
 
6.6.1 Kan arbeidstaker samtykke til kameraovervåking? 
 
I lys av personopplysningslovens forarbeider synes det fortrukne rettslige grunnlaget for 
behandling av personopplysninger å være samtykke.
94
 Dette begrunnes med at det for det 
første vil «styrke den registrertes muligheter til å råde over opplysninger om seg selv. For 
det annet vil man ved å basere behandlingen på samtykke unngå mulig tvil om de mer 
skjønnsmessige vilkårene i bokstavene a til f er oppfylt.»95 Avvik må dermed begrunnes. 
 
Det må da gjøres rede for hvilke krav som stilles til et samtykke som rettslig grunnlag for 
kameraovervåking og hvordan dette passer inn i en arbeidsrettslig sammenheng. 
 
Et rettmessig samtykke skal være en frivillig, uttrykkelig og informert erklæring, jf. pol § 2 
nr.7. I kravet til frivillighet ligger det at samtykke må være avgitt uten noen form for 
tvang.
96
  
 
Spørsmålet blir da hvorvidt et samtykke fra arbeidstaker vil kunne betraktes som en frivil-
lig erklæring? Forholdet mellom arbeidstaker og arbeidsgiver er ikke et forhold mellom 
likeverdige parter. Arbeidstaker er som en følge av arbeidsavtalen underlagt arbeidsgiver. 
Antakeligvis kan man av den grunn aldri være helt sikker på om samtykke egentlig avgis 
frivillig. Selv om det ikke uttrykkes verbalt kan arbeidstaker føle seg presset til å avgi et 
samtykke, fordi han er usikker på hvilke konsekvenser det ellers kan få. Konsekvensene 
kan være av nokså ulik art, og være direkte eller subtile. Det uttales i juridisk litteratur 
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«Arbeidsgiver vil i kraft av sin styringsrett alltid ha mulighet til å knytte unnlatelse eller 
avgivelse av samtykke til ulike sanksjoner eller belønninger for arbeidstaker, for eksempel 
ansettelse, lønn eller karriereutvikling.»97   
 
Et samtykke kan ses på som en avtale mellom partene hvor arbeidstaker aksepterer kame-
raovervåkingen. Under forutsetning at samtykke er gyldig, jf. pol § 2 nr.7, vil en slik avtale 
være rettmessig, jf. pol § 8? 
 
Sett hen til sammenhengen med arbeidsmiljøloven hvoretter et kontrolltiltak må ha saklig 
grunn og ikke innebære en uforholdsmessig belastning for arbeidstaker, jf. aml. § 9-1 1. 
ledd synes dette og harmonere dårlig. Det uttales i forarbeidene til arbeidsmiljøloven eks-
plisitt at disse «vilkårene ikke skal kunne settes til side av partene gjennom for eksempel 
samtykke, arbeidsavtale eller tariffavtale»98 Dette samsvarer forøvrig også med aml.§ 1-9 
som fastslår at «loven kan ikke fravikes til ugunst for arbeidstaker med mindre det er sær-
skilt fastsatt». Det vil være til ugunst for arbeidstaker dersom arbeidsgiver ved samtykke 
kan forbi gå lovens krav og iverksette kontrolltiltak. 
 
I PVN 2004-9 var spørsmålet om Bakehuset kafe’ AS kunne opprettholde kameraovervå-
king i det omfang de hadde lagt opp til. Datatilsynet hadde godtatt bruk av kameraer, men i 
ettertid var ytterligere to kameraer montert. Bakehuset kafe’ AS sin klage ble ikke tatt til 
følge. I vurderingen som ledet frem til avslaget uttalte Personvernnemda seg om betyd-
ningen av samtykke i arbeidslivet; «for at man skal kunne legge avgjørende vekt på et sam-
tykke i arbeidslivet, vil et sentralt moment være hvordan dette er fremkommet, f eks om det 
er del av en gyldig inngått arbeidsavtale, eller bygger på en avtale som er forhandlet mel-
lom organisasjonene i arbeidslivet. Det er ikke tilstrekkelig at man, som i dette tilfelle, for-
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sikrer seg at de ansatte har fått nødvendig informasjon ved å bekrefte dette ved underteg-
nelse av et informasjonsskriv».99  
 
Personvernnemda legger med dette til grunn at samtykke i arbeidsforhold kan være til-
strekkelig som behandlingsgrunnlag. Et sentralt moment vil da være hvordan samtykke 
fremkommer.  
 
I Securitas saken PVN-2005-6 uttalte Personvernnemda seg generelt om samtykke fra ar-
beidstaker som behandlingsgrunnlag. Personvernnemnda legger der til grunn at hovedrege-
len vil være at samtykke ikke er tilstrekkelig som behandlingsgrunnlag etter pol. § 8 første 
alternativ. Nemda uttalte at «Arbeidsgiver har alltid en viss makt over de ansatte gjennom 
sin styringsrett. Det vil i skyggen av denne være vanskelig å anse et samtykke fra en ansatt 
avgitt uten tanke på at nektelse vil kunne ha betydning for fremtiden – selv om arbeidsgiver 
ikke har til hensikt å utnytte opplysningene til skade for arbeidstaker.»100  
 
I PVN-2006-10 som gjaldt spørsmålet om Esso Norge AS kunne benytte fingeravtrykk ved 
adgangskontroll ble samtykke godtatt som behandlingsgrunn. De ansatte og sjåførene kun-
ne velge fritt mellom fingeravtrykkspålogging og bruk av kort med pin kode. Personvern-
nemda uttalte «I den aktuelle sak, hvor det er opp til den enkelte ansatte å velge hvorvidt 
teknologien brukes, og hvor det antas å ikke ha noen negative følger for arbeidsforholdet at 
den velges bort, mener nemnda at samtykke er tilstrekkelig som behandlingsgrunn.»101  
 
Dette er en snever unntaksregel som ikke vil være anvendelig for kameraovervåking som 
kontrolltiltak og samtykke synes etter dette utelukket som rettslig grunnlag for iverksettelse 
av kameraovervåking, jf. pol § 8.  
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6.6.2 Nødvendighetskriteriet, jf. pol § 8 f 
6.6.2.1 Innledning 
For at det skal foreligge et rettslig grunnlag til å iverksette kameraovervåking må den være 
«nødvendig» for å vareta en av de interessene som følger av bokstav a til f. For kamera-
overvåking er det pol. § 8 f som er det aktuelle punkt. Kameraovervåking må etter dette 
alternativet være «nødvendig» for at «den behandlingsansvarlige eller tredjepersoner som 
opplysningene utleveres til kan vareta en berettiget interesse og hensynet til den registrer-
tes personvern ikke overstiger denne interessen.» 
 
Bestemmelsen er en sekkepost for behandlinger som ikke har hjemmel i bokstavene a til e, 
men allikevel anses for å være av større betydning enn arbeidstakers personvern.
102
  
 
Det er i første omgang den behandlingsansvarlige
103
 selv som skal vurdere hvorvidt vilkå-
rene er oppfylt. Men Datatilsynet kan overprøve denne vurderingen og stille vilkår som må 
være oppfylt for videre kameraovervåking, eller kreve at kameraovervåking i strid med 
loven opphører, jf. pol. § 46 4. ledd. Dersom den behandlingsansvarlige ikke retter seg etter 
Datatilsynets pålegg kan tvangsmulkt fastsettes, jf. pol. § 47. Personvernnemda er klagein-
stans for avgjørelser fattet av Datatilsynet, jf. pol. § 42 fjerde ledd. Datatilsynet har i denne 
sammenheng et særlig ansvar veiledningsansvar. 
 
Dersom vilkårene oppfylles vil rettslig grunnlag til å iverksette kameraovervåking forelig-
ge. Dette gjelder imidlertid ikke ved overvåking av sted hvor «en begrenset krets av perso-
ner ferdes jevnlig», jf. pol. § 38. På slike steder gjelder det et tilleggsvilkår som drøftes i 
punkt 6.8. 
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hvilke hjelpemidler som skal brukes», jf. pol § 2 nr. 4. 
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6.6.2.2 Når er kameraovervåking «nødvendig» for å vareta en «berettiget interesse»? 
 
Det vil først bli drøftet hvilke vilkår som må stilles til kameraovervåkingen som et arbeids-
rettslig kontrolltiltak, dersom den skal kunne begrunnes i en «berettiget interesse». Dernest 
vil det bli drøftet når kameraovervåking er nødvendig. 
  
Pol § 8 bokstav f gir liten veiledning om hvordan begrepet berettiget interesse skal forstås. 
Fra bestemmelsens ordlyd kan det sluttes at det nok ikke omfatter alle interesser, kun de 
som er berettigete. Dermed legges det til grunn en slags kvalifikasjonsnorm. Begrepet er 
videre en rettslig standard som krever en skjønnsmessig og konkret vurdering i hvert enkelt 
tilfelle. Bestemmelsens forarbeider gir heller ingen veiledning til hvilket innhold som kre-
ves.  
 
Imidlertid er kameraovervåking i denne forbindelse et kontrolltiltak, og spørsmålet om hva 
som utgjør en berettiget interesse kan ses i lys av hva som utgjør en saklig grunn i arbeids-
forhold, jf. aml § 9-1 første ledd. For øvrig vil det overnevnte saklighetsprinsipp i stor grad 
svare til det som fremgår av pol § 11 første ledd bokstav b hvoretter kameraovervåking kun 
kan benyttes til «uttrykkelig angitte formål som er saklig begrunnet i den behandlingsan-
svarliges virksomhet.» En forskjell mellom saklighetsvilkårene synes imidlertid å være at 
det arbeidsrettslige saklighetsvilkår også krever at formålet må være saklig overfor alle 
arbeidstakere/arbeidstakergrupper ikke bare i forhold til virksomheten. Det kan dermed 
synes som at vilkåret overoppfylles sett i forhold til personopplysningslovens saklighets-
krav. I denne sammenheng, som er arbeidsrettslig må denne delen av saklighetskravet også 
fremkomme.  
 
Det arbeidsrettslige saklighetskrav inneholder to hovedelementer. For det første må det 
foreligge et saklig formål bak kontrolltiltaket som er forankret i virksomheten som 
 39 
sådan.
104
 Dette innebærer at kameraovervåkingens formål ikke kan tas i utenforliggende 
hensyn. Eksempler på slike utenforliggende hensyn kan være formål som forankres i ar-
beidsgivers private interesser eller andre alminnelige samfunnsinteresser. Unntak kan ten-
kes dersom virksomhetens interesser sammenfaller med de mer alminnelige samfunnsinter-
esser. Utover det kan det vanskelig angis uttømmende. 
 
Dernest må formålet være saklig i forhold til den enkelte arbeidstaker som skal omfattes av 
kontrolltiltaket. Kameraovervåking er ikke saklig dersom den er vilkårlig, alle ansatte 
grupper stiller i utgangspunktet likt, men kameraovervåkingen må være saklig i forhold til 
den enkelte/enkelte grupper av ansatte som omfattes av den. 
 
Et eksempel som ikke gjaldt kameraovervåking, men som illustrerer dette kan være PVN 
2005-06 Securitas. Hvor Personvernnemda i og for seg fant at rusmiddeltesting kunne være 
saklig overfor vekterne av hensyn til liv og helse, men ikke overfor alle ansatte uavhengig 
av arbeidsoppgaver. 
 
Saklighetskravet må forstås som et krav til tilstrekkelig saklig grunn. Et moment i vurde-
ringen er om det er egnet i forhold til det formål som skal ivaretas.
105
 Et annet sentralt mo-
ment ved kravet om tilstrekkelig saklig grunn er om formålet lar seg ivareta ved et mindre 
inngripende middel enn kameraovervåking.
106
 En forutsetning må være at det står i den 
behandlingsansvarliges makt å iverksette slike alternative tiltak. Kameraovervåking kan i 
mange tilfeller erstattes av økt bemanning eller vakthold. Det kan noen ganger være for-
målstjenlig å utarbeide bedre rutiner eller gi bedre opplæring til de ansatte. Bedre lyssetting 
eller fysisk sikring kan i andre tilfeller være en erstatning. 
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Vilkåret om saklig grunn inneholder i tillegg et krav om vedvarende saklighet. Kamera-
overvåkingen må avsluttes når det behov eller formål som begrunnet tiltaket ikke lenger 
eksisterer eller er betydelig redusert.
107
 
 
Hvilke interesser som fremstår som berettigete etter dette må vurderes konkret i den enkelte 
sak. Det presiseres i pol. § 37 tredje ledd at det ved «vurderingen av hva som er berettiget 
interesse etter personopplysningsloven § 8 bokstav f skal det for kameraovervåking legges 
vesentlig vekt på om overvåkingen bidrar til å verne om liv og helse eller forebygger gjen-
tatte eller alvorlige straffbare handlinger». Bestemmelsen er ment å utdype de krav som 
må stilles til en berettiget interesse og er en kodifisering av den praksis Datatilsynet har 
etablert.
108
 Pol § 37 tredje ledd medfører dermed ikke en realitetsendring. Bestemmelsen 
viser at det må vektige hensyn til for å begrunne kameraovervåking. 
 
Det må imidlertid foreligge konkrete holdepunkter jf. «bidrar». 
 
Det er som nevnt den behandlingsansvarlige selv som i utgangspunktet bedømmer om lo-
vens vilkår er oppfylt. Men skal vurderingen stå seg ved en kontroll av Datatilsynet så føl-
ger det av både Datatilsynets og Personvernnemdas praksis at behovet må synligjøres. Be-
hovet må fremstå som tilstrekkelig konkret og klart. 
 
Et eksempel på dette kan være PVN 2005-09 Det Mosaiske Trossamfunn. Denne saken 
gjaldt kameraovervåking, men ikke som et arbeidsrettslig kontrolltiltak. Den er allikevel 
illustrerende i forhold til at behovet må synliggjøres. Et av spørsmålene i saken var hvor-
vidt det forelå en «berettiget interesse» som kunne begrunne kameraovervåking. Det Mosa-
iske Trossamfunn påberopte seg sikring mot angrep. Personvernnemda fant at det forelå en 
berettiget interesse og uttalte i den forbindelse «Personvernnemnda mener at når man har 
eksempler på angrep mot mosaiske trossamfunn, også i andre nordiske land, må man ak-
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septere at en slik trussel av er tilstrekkelig konkret og aktuell til at forebyggelse represente-
re en "berettiget interesse".» 
 
Kameraovervåkingen må i tillegg til å ivareta en «berettiget interesse» også være «nødven-
dig», jf. pol § 8. Begrepet nødvendig kan etter alminnelig språkbruk tas i betydningen 
uunnværlig. Legges en slik forståelse til grunn vil kameraovervåking kun anses for å være 
nødvendig i de tilfeller det overhodet ikke finnes andre muligheter å ivareta arbeidsgivers 
interesser. Imidlertid synes dette ikke å være tilfelle, særlig sett hen til sammenhengen med 
personopplysningsloven § 38. Hvor strengt skal så nødvendighetsvilkåret tolkes? 
 
Det uttales i juridisk teori at det kan være nærliggende å tolke vilkåret «nødvendig» i tråd 
med EMDs praksis, hvoretter vilkåret utrykker et påtrengende samfunnsmessig behov 
«pressing social need» som også er forholdsmessig ut fra behandlingens formål «proportio-
nate to the legitimate aim pursued»
109
 
 
EU domstolen har i sak C – 524/06 Huber mot Tyskland fremhevet effektivitetsbetrakt-
ninger ved tolkningen av nødvendighetskriteriet i personverndirektivets art. 7 e som pol. § 
8 bokstav e bygger på.
110
 Det er imidlertid uklart om det kan legges vekt på effektivitetsbe-
traktninger også ved tolkning av de øvrige nødvendighetsalternativene.
111
 Som tidligere 
nevnt er ikke kameraovervåking en del av personverndirektivet, men i stor grad videreført 
fra den nå opphevde personregisterloven. Lovgiver har således valgt at personopplysnings-
lovens bestemmelser også skal omfatte kameraovervåking, det gjelder da ingen lojalitets-
plikt overfor EU domstolens fortolkninger av nødvendighetskriteriet på dette området.  
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Personopplysningslovens forarbeider uttaler at «på sikt vil tilsynets praksis utfylle de 
skjønnsmessige bestemmelsene og lette anvendelsen av dem»112  
 
Et eksempel på hva datatilsynet legger i begrepet «nødvendig» finnes i den endelige kon-
trollrapport som ble laget i forbindelse med en kontroll hos Teletopia Gruppen AS. Datatil-
synet uttaler der om nødvendighetskriteriet at «Det er også et spørsmål om hvorvidt be-
handlingen av personopplysningene er nødvendig113 for å ivareta en berettiget interesse. I 
dette ligger det også en vurdering av om at formålet kunne, eller burde vært løst på en mer 
personvernvennlig måte.»114 Denne tolkningen synes i stor grad å samsvare med EMDs 
praksis ved tolkning av nødvendighetsvilkåret i EMK. 
  
Om kameraovervåking deretter er nødvendig må avgjøres konkret og vil dels bero på de 
faktiske omstendighetene og dels på normative vurderinger. Dersom formålet ikke kan iva-
retas på andre egnede måter fremstår kameraovervåkingen som nødvendig. Forutsatt at det 
foreligger en berettiget interesse og det ikke gjør for store inngrep i arbeidstakers person-
vern. Hvis det derimot finnes andre egnede tiltak må det i den normative vurderingen anta-
geligvis legges til grunn en slags overordnet forholdsmessighetsvurdering. Hvor kamera-
overvåkingen er nødvendig dersom den ikke er uforholdsmessig i forhold til det problem 
arbeidsgiver ønsker å løse. Spørsmålet synes dermed å være om det etter omstendighetene i 
dette tilfelle er nødvendig å gå frem på en så inngripende måte?  
 
Avgjørende for om kameraovervåking anses for å være nødvendig blir da hvordan man ser 
arbeidstakers personvernulemper i forhold til arbeidsgivers behov og muligheter til å bruke 
andre egnede tiltak eller kameraovervåking i et mindre omfang, andre kameravinkler, zoom 
funksjoner, tidspunkts begrensninger etc.   
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6.6.3 Interesseavveiingen 
I tillegg til kravene om nødvendighet og berettiget interesse kreves det også etter pol. § 8 
bokstav f at det foretas en interesseavveiing, hvor hensynet til arbeidstakers/den registrertes 
personvern «ikke overstiger» arbeidsgivers berettigete interesse. Ved interesselikhet vil det 
etter ordlyden gå i arbeidsgivers favør.  
 
Den berettigete interesse må da være av en så stor betydning at det ikke står i et misforhold 
til arbeidstakers personvernulemper. Når denne grensen skal trekkes må det foretas en 
skjønnsmessig og konkret vurdering i hvert enkelt tilfelle hvor «fordeler og ulemper på 
begge sider tas i betraktning»115 
 
For at den berettigete interesse skal veie minst like mye som hensynet til arbeidstakers per-
sonvern er det i denne sammenheng en forutsetning at kameraovervåkingen vil ha en posi-
tiv effekt på det problem som søkes løst. 
 
Personopplysningslovens forarbeider gir nokså liten veiledning om hvilke momenter som 
skal inngå i interesseavveiingen. Imidlertid er arbeidsmiljølovens forarbeider til hjelp.      
 
Hvor sterkt arbeidsgivers behov gjør seg gjeldene i interesseavveiingen og hvor store per-
sonvern ulempene er vil variere, og må vurderes konkret. Hvor mye vekt som må tillegges 
bedriftens behov i det enkelte tilfelle synes å måtte bero på hvor konkret og aktuell proble-
met fremstår som og hvor viktige hensynene som skal ivaretas er. Behovet vil videre bare 
gjøre seg gjeldende på de steder i virksomheten som er utsatt for risiko. Jeg tilføyer her at 
dersom overvåkingen skjer på «sted hvor en begrenset krets av personer ferdes jevnlig», jf. 
pol. § 38 så stilles det krav om at det foreligger et særskilt behov. Dette vil typisk være 
steder der den enkelte arbeider, men omfatter ikke publikumsområder. 
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Dette innebærer at dersom en virksomhet kun bruker kameraer til å overvåke publikums-
områder så kommer ikke vilkåret om «særskilt behov» til anvendelse. Dette gjelder selv om 
også de ansatte overvåkes når de ferdes der. Sett i sammenheng med hvor de ansatte pri-
mært utfører sine arbeidsoppgaver vil tidsbruken i slike områder i de fleste tilfeller antage-
ligvis bli nokså begrenset. Personvernulemper i forhold til de ansatte blir da ikke så frem-
tredende. Datatilsynets praksis viser at interesseavveiingen ved kameraovervåking av pub-
likumsområder dermed foretas med utgangspunkt i de forventninger publikum med rette 
kan ha på slike steder.  
 
Personopplysningslovens forarbeider uttaler i forbindelse med interesseavveiingen at «Ge-
nerelt må hensynet til privatlivets fred tillegges betydelig vekt i avveiningen mot kommersi-
elle interesser.»116 Kommersielle interesser er et vidt begrep som tilsynelatende kan brukes 
om alle interesser som på en eller annen måte øker virksomhetens overskudd. Datatilsynets 
praksis viser at skal kameraovervåking tillates basert slike interesser så må person-
vernulempene anses som lite problematisk. Et eksempel på et slikt tilfelle gir Datatilsynets 
kontroll hos Avfallservice..
117
 På kontrolltidspunktet hadde Avfallservice et kamera, som 
ble brukt til å inspisere avfall på vei inn i anlegget. Inspeksjonen kunne ha blitt gjort manu-
elt og det synes da som om kameraovervåkingen er basert på kommersielle interesser. Det 
opplyses at kameraet var montert i en fast vinkel slik at det ikke representerte noen mulig-
het til å overvåke de ansatte i deres arbeid inne på anlegget. Kameraet ga kun mulighet til å 
se hva som ligger på et lasteplan samt generell oversikt over bevegelser ut og inn fra anleg-
get. Datatilsynet vurderte kameraovervåkingen som tillatt og uttalte at tiltaket synes «å stå i 
en fornuftig sammenheng med et aktverdig formål. Avveining av interesse synes å gå i den 
behandlingsansvarlige favør.»118  
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Den vekt som må tillegges hensynet til de ansattes personvern vil variere etter hvor stort 
inngrep kameraovervåkingen i det konkrete tilfelle gjør. Generelt må det allikevel bemer-
kes at kameraovervåking blir vurdert som problematisk i forhold til den enkeltes rett til 
personvern i arbeidssituasjonen. Hva som gjør det problematisk kommer godt frem i Data-
tilsynets uttalelse i forbindelse med en kontroll hos United Bakeries på Majorstua. 
 
«Det er en vesentlig forskjell mellom det å bli sett av en annen tilstedeværende person og 
det å bli kameraovervåket: Overvåking medfører i sin alminnelighet at den overvåkede og 
overvåkeren ikke har en lik mulighet til å se hverandre. I motsetning til en situasjon hvor 
fysisk tilstedeværende personer gjensidig kan observere hverandre, vil en kameraovervåket 
person måtte forholde seg til et mulig innsyn som vedkommende i realiteten har liten eller 
ingen kontroll med. I en del tilfeller vil det også bli en ren gjetning om det som gjøres in-
nenfor kameraenes rekkevidde vil bli sett i det hele tatt. Men den overvåkede må forholde 
seg til at det som skjer her og nå i det minste kan blir gjenstand for et innsyn fra en part 
som ikke er fysisk tilstede, enten samtidig eller i ettertid ved hjelp av opptak. Det må anses 
som et gode for enkeltmennesket å kunne forholde seg til hva en selv kan se og lett kan ta 
stilling til. Det må også betraktes som et gode å kunne vite seg usett og alene, og å kunne 
vite seg usett ut over dem man inngår i en samhandling med. I noen situasjoner er dette 
viktigere enn i andre situasjoner.»119 
 
 
Hvor på arbeidsplassen overvåkingen skjer er et sentralt moment i vurderingen av hvor 
sterkt personvernhensynene gjør seg gjeldene. På noen områder har den enkelte arbeidsta-
ker en større forventning om å få være i fred. Kameraovervåking av garderober, pauserom 
etc. vil derfor lett bli ansett for å være en uforholdsmessig stor belastning for den enkelte.  
Ved kameraovervåking av området rundt kassen i en bank eller et postkontor gjør de sam-
me personvernhensyn seg ikke så sterkt gjeldene. 
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Videre vil det ha stor betydning hvordan kameraovervåkingen konkret gjennomføres i virk-
somheten. Jo mer intensiv kameraovervåkingen er, jo sterkere gjør hensynet til arbeidsta-
kernes personvern seg gjeldene. Det innebærer at dersom kameraovervåkingen går utover 
det som er virksomhetens behov så vil det lett anses for å stå i et misforhold til de ansattes 
personverninteresser. Det samme følger også av pol. § 11 første ledd bokstav d. Virksom-
heten må således nøye vurdere hva som er et nødvendig for å dekke behovet. Dette vil for 
eksempel få betydning for hvor mange kameraer som brukes, hvor de plasseres, hvilke 
funksjoner de har, om det lagres data osv. De minst inngripende metoder/nivå må velges.  
Selv om kameraovervåkingen etter dette isolert sett er i samsvar med lovens vilkår må det i 
en arbeidsrettslig sammenheng ses hen til det totale omfang av kontrolltiltak i virksomhe-
ten. Hvoretter iverksettelse av kameraovervåking kan medføre at «den forsvarlige tålegren-
se for arbeidstakerne eller arbeidsmiljøet som sådan blir overskredet»120og dermed må 
anses som ulovlig. 
 
Det overnevnte vil ha vist at det som utgangspunkt ikke er i arbeidstakers interesse å bli 
overvåket. Hvor belastende kameraovervåking oppleves for den enkelte vil imidlertid vari-
ere. Hvor grensene går for hva som oppleves som et inngrep i verdighet og integritet er i 
stor grad en subjektiv opplevelse. I interesseavveiingen må det også tas hensyn til hvilken 
innstilling arbeidstakerne har til kameraovervåking. Dersom arbeidstakerne motsetter seg 
kameraovervåking følger det av forarbeidene til personopplysningsloven at dette bør tilleg-
ges vesentlig vekt.
121
 Det kan tenkes at de ansatte i noen tilfeller synes at kameraovervå-
kingen bidrar til å skape en tryggere og dermed bedre arbeidsplass. I slike tilfeller vil ikke 
kameraovervåking fremstå som en udelt negativ opplevelse. Dersom arbeidstakerne er po-
sitive til kameraovervåkingen er dette et moment som teller med i helhetsvurderingen.
122
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6.7 Når er kameraovervåking behandling av sensitive personopplysninger, 
jf. pol § 9? 
 
Det følger av pol. § 9 første ledd at dersom sensitive personopplysninger skal behandles så 
må et av vilkårene i bokstav a til h være oppfylt, i tillegg til at det er behandlingsgrunnlag 
etter pol § 8. Hva som utgjør sensitive personopplysninger fremgår av definisjonen i pol § 
2 nr. 8 og vil da blant annet omfatte forhold som rasemessig eller etnisk bakgrunn, livssyn, 
mistanke om straffbare handlinger og helseforhold. Denne typen opplysninger kan sies å 
være av en mer privat karakter og har dermed fått et særskilt vern, jf. pol § 9. Kameraover-
våking er normalt meldepliktig, jf. pol. 31. Men dersom overvåkingen medfører behandling 
av sensitive personopplysninger er den konsesjonspliktig, jf. pol. § 33.  
 
 
Det fremgår av pol. § 37 fjerde ledd at kameraovervåking kun skal anses som behandling 
av sensitive personopplysninger der slike utgjør en «vesentlig del» av opplysningene over-
våkingen omfatter. Kameraovervåking vil etter sin natur antageligvis regelmessig omfatte 
sensitive personopplysninger, jf. pol § 2 nr. 8 særlig bokstav a og c. Kanskje er en av de 
ansatte rullestolbruker eller av utenlandsk opprinnelse? I den forbindelse oppstår spørsmå-
let om arbeidsgivers bruk av kameraovervåking må vurderes i forhold til pol. § 9 og even-
tuelt medfører konsesjonsplikt? Det uttales om det i forarbeidene at «vesentlighetskravet 
bør tolkes innskrenkende slik at det kun er overvåking som har til formål å avdekke eller 
fange opp opplysninger om etnisitet som må anses som behandling av sensitive personopp-
lysninger»123  
 
Dersom kameraovervåkingen «må antas å ha vesentlig betydning» for «forebygging og 
oppklaring av straffbare handlinger» følger det av pol § 37 annet ledd at dette er tillatt selv 
om vilkårene i pol § 9 første ledd bokstav a til h ikke er oppfylt. Overvåking for andre for-
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mål som ikke omfatter straffbare handlinger vil da falle utenfor unntaket.
124
 Kameraover-
våkingen «må antas å ha» vesentlig betydning for formålet. Vilkåret stiller krav til at ar-
beidsgiver vurderer konkret om vilkårene er oppfylt før overvåkingen kan starte.
125
 Det 
kreves i vilkåret «antas» at det foreligger en viss sannsynlighet for at kameraovervåkingen 
vil ha vesentlig betydning. Det er da ikke nok at det foreligger en mulighet for at kamera-
overvåkingen kan hindre eller oppklare kriminalitet.
126
 Videre må overvåkingen ha «ve-
sentlig betydning» på den uønskede atferden. Det følger av forarbeidene at vesentlighets-
kravet vil «først og fremst kunne være oppfylt der man står ovenfor et område som er sær-
lig utsatt for straffbare handlinger. Det må imidlertid foretas en helhetsvurdering der kri-
minalitetens alvorlighet og frekvens, samt muligheten til forebygging og oppklaring med 
mindre inngripende metoder enn kameraovervåking, vil være av betydning.»127 At kamera-
overvåkingen må ha «betydning» stiller krav til at det må kunne sannsynliggjøres at den har 
en positiv virkning på forebygging og oppklaring av straffbare handlinger. 
128
 Det påpekes i 
forarbeidene som et eksempel at mer eller mindre skjult overvåking ikke vil ha noen betyd-
ning for forebygging.
129
 
 
6.8 Tilleggsvilkår ved overvåking av sted hvor en begrenset krets av 
personer ferdes jevnlig 
Dersom det skal iverksettes kameraovervåking av «sted hvor en begrenset krets av perso-
ner ferdes jevnlig» er det ikke nok at vilkårene i pol. § 8 og eventuelt § 9 er oppfylt. I til-
legg fastslår pol. § 38 at kameraovervåking bare tillatt dersom det «ut fra virksomheten er 
behov for å forebygge at farlige situasjoner oppstår» og «ivareta hensynet til ansattes eller 
andres sikkerhet» eller det for øvrig er et «særskilt behov» for overvåkingen. I forbindelse 
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med kameraovervåking av sted hvor en begrenset krets av personer ferdes jevnlig vil be-
stemmelsen supplere grunnkravene i pol. § 11.
130
 Dette innebærer at spørsmålene om når 
og hvordan arbeidsgiver kan gjennomføre kameraovervåkingen fremdeles reguleres av pol. 
§ 11. 
 
6.8.1 Når foreligger et «sted hvor en begrenset krets av personer ferdes jevnlig»? 
 
En naturlig språkforståelse tilsier at det må være et sted ikke alle og enhver kan ferdes. 
Ordlyden ekskluderer imidlertid ikke muligheten for at også andre kan ferdes der. Uttryk-
ket «begrenset krets» trenger ikke å bety en liten krets.
131
  Imidlertid kan det være vanske-
lig å trekke en øvre grense. En barneskole vil kunne utgjøre en begrenset krets, men ikke et 
universitet.
132
 Jo større sted, jo svakere begrenset krets. Grensedragningen må gjøres kon-
kret og ses i lys av hvor sterkt personvernhensynene gjør seg gjeldene.
133
 Det sentrale po-
eng synes å være at det er de samme personer som i hovedsak må ferdes på stedet. Hensy-
net bak bestemmelsen synes å være å ivareta de som blir utsatt for kontinuerlig kontroll 
eller overvåking. 
 
Bestemmelsen er videreført fra den nå opphevde personregisterloven § 37 a. I denne lovs 
forarbeider uttales det at «Steder som er tilgjengelig for allmenheten og hvor allmenheten 
normalt ferdes, vil ikke omfattes. F eks vil de deler av lokalene som er offentlig tilgjengeli-
ge i forretninger, bensinstasjoner, banker, restauranter/kaféer, jernbanestasjoner, tunnel-
banestasjoner og flyplasser falle utenfor. Dette vil være situasjonen selv om enkelte jevnlig 
ferdes på det sted hvor overvåkningen foretas, f.eks ansatte i forretninger m.v.»134 
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Dette innebærer at områder som er ment å være for publikum vil falle utenfor bestemmel-
sens ordlyd. Kameraovervåking kan dermed skje uten at vilkåret særskilt behov er oppfylt. 
Motsatt vil steder som er ment for de ansatte falle innenfor bestemmelsens ordlyd, selv om 
også andre ferdes der. Slike områder vil da omfatte rene personalområder og grenseområ-
der som f.eks. området bak disken eller i området rundt kassen. 
 
I den sammenheng kan det vises til et eksempel fra Personvernnemdas praksis. Saken 
gjaldt klage i begrensinger i adgang til kameraovervåking av bussenes publikumsområder. 
Det var i denne saken ikke omtvistet at sjåførene utgjorde en begrenset krets, men den er 
allikevel illustrerende.  
 
«Personvernnemnda finner det tvilsomt om bussen kan karakteriseres som et sted hvor en 
”begrenset krets av personer ferdes jevnlig”. For så vidt gjelder overvåking av førers 
plass, vil dette være tilfellet ettersom de ansatte sjåfører utgjør en begrenset krets. Overvå-
king av kamera for fremre inngangsparti, som kan omfatte sjåførens arbeidsområde i bus-
sen, er imidlertid ikke omtvistet.»135 
 
6.8.2 Når foreligger et «særskilt behov» for kameraovervåking? 
Alminnelig språkbruk tilsier at vilkåret «særskilt behov» må forstås som at det må foreligge 
et behov av en karakter og/eller styrke som er noe utover det ordinære. Begrepet særskilt 
behov er en rettslig standard som det er ment at Datatilsynet skal utvikle gjennom sin prak-
sis.
136
 Bakgrunnen til denne bestemmelsen fremgår av forarbeidene til den nå opphevde 
personregisterloven. Det uttales der at det var et behov for en «strengere regulering der 
overvåkingen er rettet mot sted der en begrenset krets av personer ferdes»137  Altså typisk 
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steder der den enkelte utfører sitt arbeid. Dette innebærer en skjerpelse utover det ordinære 
saklighetskravet. 
138
 Om et særskilt behov foreligger må vurderes konkret i forhold til virk-
somheten hos den enkelte arbeidsgiver.  
 
Forarbeidene til personregisterloven uttaler at kravet til «særskilt behov» «må f.eks anses 
oppfylt der en bedrift ønsker å foreta overvåkning som ledd i arbeidet med å forebygge at 
farlige situasjoner oppstår, eller av hensynet til ansattes eller andres sikkerhet»139 Ved 
lovendring 20. april 2012 ble dette tilføyd lovteksten i § 38. Endringen hadde til formål å 
presisere at det sikkerhetsmessige aspektet i en virksomhet utgjør kjernen i de behov som 
kan legitimere overvåking.
140
 Endringen var således ikke ment å medføre en realitetsend-
ring.
141
 
 
Farlige situasjoner kan oppstå som en utilsiktet følge av den virksomheten arbeidsgiver 
driver innenfor. Det kan for eksempel dreie seg om særlig risikofylt produksjon i oljerela-
tert virksomhet eller annen tung industri. De ansattes sikkerhet kan også være truet dersom 
virksomheten driver i bransje som medfører risiko for ran. Som et virkemiddel mot krimi-
nalitet vil kameraovervåking kunne ha en preventiv effekt og bidrar dermed til å skape en 
tryggere arbeidsplass.  
 
Virksomhetens behov for å forebygge situasjoner eller ivareta sikkerheten til de ansatte må 
ha en særskilt karakter.
142
 I dette ligger det at den trusselen kameraovervåkingen skal mot-
virke må kunne identifiseres og være konkret nok.
143
 Kameraovervåking kan da ikke skje 
ut ifra et føre var prinsipp eller et alminnelig ønske om ville beskytte seg. Det kreves imid-
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lertid ikke at trusselen er realisert.
144
 Et postkontor trenger således ikke å vente til det har 
blitt ranet før kameraovervåking kan iverksettes. Antageligvis vil det være nok dersom 
virksomheten driver i en bransje som vurderes som spesielt risikofylt i forhold til den fare 
det søkes beskyttelse mot. Sårbarhets og risikoanalyser vil i den sammenheng være nyttige 
ved vurdering av om det foreligger et særskilt behov. 
 
Dersom formålet med kameraovervåkingen er å motvirke svinn og underslag fra de ansatte 
kreves det et «dokumentert problem eller en konkret fare for svinn eller underslag av en 
viss størrelse»145 
 
7 Kontroll ved mistanke om mislighold av arbeidsavtalen 
 
Det kan stilles spørsmålet om det er større adgang til kontroll ved mistanke om pliktbrudd 
eller straffbart forhold enn ellers. At så er tilfelle kan synes antatt i forarbeidene til ar-
beidsmiljøloven hvor det uttales at det skal mye til for at «kontroll i forbindelse med kon-
kret mistanke om straffbare og andre mislige forhold i arbeidsforholdet osv., vil bli ansett 
som uforholdsmessig.»146  
 
At det foreligger en større adgang til kontroll i slike tilfeller synes også å ha gitt seg kon-
kret utslag i pof. § 9-2 første ledd bokstav b, hvor det uttales i forbindelse med arbeidsgi-
vers rett til innsyn i arbeidstakeres e-post «Arbeidsgiver har bare rett til å gjennomsøke, 
åpne eller lese e-post i arbeidstakers e-postkasse ved begrunnet mistanke om at arbeidsta-
kers bruk av e-postkassen medfører grovt brudd på de plikter som følger av arbeidsforhol-
det, eller kan gi grunnlag for oppsigelse eller avskjed.» 
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Om et kontrolltiltak ønskes iverksatt som følge av en konkret mistanke om misligheter eller 
for et annet formål synes utgangspunktet å være det samme. Kontrolltiltaket må ha «saklig 
grunn» og ikke innebære en «uforholdsmessig belastning» for arbeidstakeren, jf. aml. § 9-1 
1. ledd. Situasjonen er ellers noe annerledes, det kan f.eks. virke lite formålstjenlig å drøfte 
et tiltak som har til formål å avdekke misligheter med de ansatte før det iverksettes, jf. be-
stemmelsene i aml. § 9-2. Informasjonen må nødvendigvis samles inn uten de ansattes 
kunnskap for å være hensiktsmessig, dette er imidlertid et inngrep i den enkeltes person-
vern. 
 
Hvilke krav må stilles til mistankens styrke for at den skal kunne oppfylle vilkåret til «sak-
lig grunn», jf. aml. § 9-1 første ledd? Arbeidslivslovutvalget uttaler at «Dersom arbeidsgi-
ver har en velbegrunnet mistanke om misligheter av en viss betydning, vil avveiningen av 
hensynet til arbeidsgivers behov for kontrolltiltak på den ene side og personvernhensynet 
på den annen side, slå noe annerledes ut.»147 Mette Borchgrevink konkluderer, på bak-
grunn av en gjennomgang av i alt 9 dommer og kjennelser fra høyesterett og lagmannsret-
tene, med at «det er en klar tendens i de sakene som er gjennomgått at begrunnet mistanke 
gir saklig 148 grunn til å gjennomføre kontrolltiltaket.»149 
 
For at en mistanke skal være begrunnet er det nødvendig at den fremstår tilstrekkelig kon-
kret. Løse fornemmelser og antagelser vil ikke kunne begrunnes saklig. Utover det synes 
det ikke som om det stilles krav til mistankens styrke, men dette vil være et moment i for-
holdsmessighetsvurderingen. 
 
Dersom det foreligger en større kontrolladgang i tilfeller hvor det foreligger en konkret 
mistanke om misligheter synes dette å måtte bero på at det i interesseavveiingen legges 
større vekt på arbeidsgivers behov på bekostning av den/de ansattes personvern. Det uttales 
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imidlertid i NOU 2004-5 på s. 430 at det ved mistanke om straffbare forhold er «politiet 
som først og fremst har etterforskningsansvaret». Det som kan begrunne at arbeidsgivers 
behov i slike sammenhenger i større grad kan vektlegges er at slike handlinger ikke er be-
skyttelsesverdige og at det da synes rimelig at virksomheten kan beskytte seg mot dem. 
Antageligvis handler dette ofte om noe mer enn tap av materielle verdier. Tillit mellom 
arbeidsgiver og arbeidstaker er fremhevet som et ideal i norsk arbeidsliv og er kanskje det 
mest sentrale moment for et velfungerende arbeidsforhold. Butikkeieren må f.eks. kunne 
stole på at de ansatte ivaretar virksomhetens interesser og verdier også når han selv ikke er 
tilstede og passer på. Dersom det oppstår en situasjon som gir arbeidsgiver mistanke til at 
en eller flere ansatte begår handlinger som representerer pliktbrudd eller er straffbare øde-
legges tilliten. Så lenge situasjonen forblir uavklart vil tilliten ikke kunne gjenoppbygges, 
og følgelig vil det få konsekvenser for arbeidsmiljøet og trivselen for alle på arbeidsplas-
sen, også de som ikke har gjort noe galt. Det er dermed både i virksomhetens og de andre 
arbeidstakernes interesse å få avklart slike situasjoner så raskt som mulig. 
 
Hvor langt adgangen til kontroll strekker seg synes å måtte bero på mistankens styrke 
sammenholdt med betydningen av mislighetene. I Rg. 2002 s.162 utrykkes dette slik «Jo 
alvorligere forhold det er mistanke om, jo sterkere mistanken i utgangspunktet er og jo 
vanskeligere det er å sikre tilstrekkelige bevis på annen måte, jo lettere vil det reelt sett 
være å akseptere et visst inngrep i personvernet.»
150
 Forøvrig gjelder de samme rammer 
som ellers ved iverksettelse av kontrolltiltak hvoretter arbeidsgiver må velge det tiltak som 
er minst inngripende, men allikevel er egnet til å avklare mistanken. Arbeidstakerne skal 
ikke utsettes for personvernulemper utover det som er nødvendig for å avklare mistanken. 
Det kan i denne sammenheng vises til drøftelsen i punkt 6.7.3. Hvor grensene nærmere går 
krever en konkret og skjønnsmessig vurdering i hvert enkelt tilfelle.  
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At det er større adgang til kontroll ved konkret mistanke om straffbart forhold eller plikt-
brudd har også gitt seg utslag i praksis. Høyesterett har i en del saker tillatt en noe mer inn-
gripende kontroll bl.a. gjelder dette i forhold til bruk av datalogger. Formålet med slike 
datalogger er i utgangspunktet ikke kontroll og overvåking av den enkelte arbeidstaker, 
men å fremme datasikkerhet og produktivitet for virksomheten. Datalogger registrerer den 
enkelte arbeidstakers bruk av internett og behandling av slike logger vil være behandling av 
personopplysninger, jf. pol. § 2 annet ledd. Datalogger er unntatt fra meldeplikt dersom 
behandlingen har som formål å administrere systemet, eller å avdekke/oppklare brudd på 
sikkerheten i edb systemet, jf. pof § 7-11 annet ledd. Pof. § 7-11 tredje ledd fastslår at 
«Personopplysninger som fremkommer som følge av behandlinger etter annet ledd, kan 
ikke senere behandles for å overvåke eller kontrollere den enkelte.»  
 
 
I Rt 2001 s.1589 gjaldt saken gyldighet av en oppsigelse begrunnet i arbeidstakers bruk av 
arbeidstakers internettlinje til private formål. Raufoss hadde i en intern instruks slått fast at 
datautstyr kun skulle brukes til tjenesteformål godkjent av ledelsen. På grunnlag av kapasi-
tetsproblemer på internettlinjen ble det tatt utskrift av en brannmurlogg. Høyesterett anså 
denne kontrollen for «administrasjon av systemet», jf. den da gjeldene personregisterfor-
skriften § 2-20 annet ledd.
151
 Brannmurloggen viste at en arbeidstaker sto for halvparten av 
virksomhetens internett belastning den dagen. Dette ga opphav til en konkret mistanke om 
mislighold av instruksen. Arbeidsgiver tok seg inn på dennes kontor etter arbeidstid og 
foretok en nærmere kontroll. Da det ble oppdaget at arbeidstakerens to pc’er fortløpende 
lastet ned musikkfiler ble det tatt utskrift av harddisken på den ene pc’en. Høyesterett vur-
derte om arbeidstakers kontroll var lovlig i forhold til det lovfestede og ulovfestede person-
vern, samt forskrift til den nå opphevde personregisterloven. Retten fant at «Bedriften had-
de et legitimt behov for å søke å få bedret utnyttelsen av internettlinjen, som var et tilta-
gende problem i det løpende arbeid på IT-avdelingen, og jeg kan ikke se at hovedforskrif-
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tens § 2-20 annet ledd utgjør noe hinder for bedriften til i dette tilfellet å gå videre med den 
informasjon man så langt hadde innhentet om As belastning av internettlinjen,»152 Retten 
fant det ikke påkrevd å ta stilling til om det var rettmessig å ta seg inn på arbeidstakerens 
kontor, men uttalte at «Bedriftens handlemåte må sees i lys av at ordningen ved IT-
avdelingen etter det opplyste var slik at det var vanlig og akseptert at de ansatte gikk inn 
på hverandres kontorer og til dels brukte hverandres PC'er.»153 I forhold til den utskriften 
som ble tatt fra den ansattes pc bemerket retten «Jeg kan ut fra dette vanskelig se at det kan 
rettes kritikk av betydning mot at ledelsen av IT-avdelingen gikk frem som den gjorde».154 
Retten fant dermed at den kontroll som var utført ikke var et uforholdsmessig inngrep i den 
ansattes rett til personvern. 
 
I Rt. 2005 s.518 gjaldt saken gyldigheten av avskjed begrunnet arbeidstakers urettmessige 
bruk av arbeidsgivers dataanlegg ved nedlasting av pornografisk materiale. ConocoPhillips 
hadde interne regler om bruk av internett som arbeidstakerne ved flere anledninger hadde 
blitt påminnet. Bedriften hadde i lang tid hatt en konkret mistanke om at det forekom ned-
lasting av pornografisk materiale fra internett uten å reagere. Dataanlegget ble først gjen-
nomsøkt da det ble rapportert om mulig nedlasting av barnepornografisk materiale. På bak-
grunn av dette søket ble to arbeidstakere avskjediget
155
 for å ha brutt selskapets regler ved å 
laste ned pornografisk materiale. Arbeidstakerne anmeldte så arbeidsgiver til politiet for 
brudd på personvernlovgivningen, jf. pof. § 7-11 andre og tredje ledd. I den etterfølgende 
forholdsmessighetsvurdering tiltrer høyesterett datatilsynets vurdering. Datatilsynet kom 
under sterk tvil til at bedriften «sto fritt til å bruke de funn som ble gjort, som grunnlag for 
arbeidsrettslige reaksjoner mot de ansatte»156 Det ble da særlig lagt vekt på at «den aktuel-
le bruken var et så klart brudd på fastsatte retningslinjer at det ville være urimelig om man 
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skulle være avskåret fra å aksjonere.»157 Førstvoterende fremhevet deretter at «Så langt de 
undersøkelser som foretas har som formål å avdekke ansattes nedlasting av filer med por-
nografisk materiale i klar strid med bedriftens regler ut fra en saklig begrunnet oppfatning 
om at slik aktivitet utgjør en reell sikkerhetsrisiko, kan jeg vanskelig se at dette skulle være 
i strid med de nevnte reglene i personopplysningslov med forskrift.»
158
 
 
ConocoPhillips bruk av dataloggen var dermed ikke et uforholdsmessig inngrep i de ansat-
tes rett til personvern.    
 
I Rt. 2013 s.143 gjaldt saken krav om oppreisningserstatning etter personopplysningsloven 
§ 49. En sjåfør var sagt opp på grunnlag av at det forelå et avvik mellom hans timelister og 
bilens elektroniske logg. Formålet med loggen var bedre administrasjonen og driften av 
selskapets oppgaver. Avfallsservice As fikk konkret mistanke til at det forelå misligheter da 
renovasjonsbiler sto parkert på tider de skulle vært i aktivitet. Dessuten hadde en lærling 
skrevet påfallende mye overtid. Timelistene til flere av sjåførene ble da sammenholdt med 
de elektroniske loggene fra bilene og misligholdet ble avdekket. Høyesterett anså bruken av 
personopplysningen for å være i strid med personopplysningsloven da den ikke hadde 
grunnlag i pol. § 11 første ledd bokstav c.
159
 Det ble da ikke nødvendig å ta stilling til om 
kontrollen var forholdsmessig, jf. pol. § 8 bokstav f da det var uten betydning for lovlighe-
ten av kontrollen. Imidlertid uttalte førstvoterende at Avfallsservice AS hadde en berettiget 
interesse å avdekke disse forholdene
160
 og at «Det ville neppe ha vært i strid med person-
vernloven om rapporteringssystemet for fremtiden ble brukt i kontrolløyemed – forutsatt at 
gjeldende saksbehandlingsregler ble fulgt, herunder at det ble gitt dekkende informasjon til 
de ansatte om formålet.»161. Retten anså ikke Avfallsservice AS sin behandling av person-
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opplysningene for å være en grov krenkelse av arbeidstakers rett til personvern da det ikke 
dreide seg «om opplysninger av privat karakter, og de ga ikke annen informasjon om hvor 
bilen eller A til enhver tid var eller hadde vært enn den han selv oppga.»162 På denne bak-
grunn fant retten at det ikke skulle tilkjennes oppreisningserstatning.  
 
Dommen er prinsipiell fordi den slår fast at arbeidsgiver ikke kan bruke personopplysning-
er som allerede er innsamlet til kontrollformål dersom det ikke er i overenstemmelse med 
pol. § 11 første ledd bokstav c og pol. § 8, og eventuelt pol. § 9 dersom det dreier seg om 
sensitive personopplysninger.
163
 Dette medfører at arbeidsgiver må samle inn informasjo-
nen på nytt, men han kan trolig ikke bruke det samme tiltaket uten at formålet endres til 
også å omfatte det nye formålet
164
 og saksbehandlingsreglene ivaretas. Alternativet synes 
da å være å anvende et nytt tiltak for å samle inn nye opplysninger, noe som tidligere nevnt 
vil være et inngrep i den enkeltes personvern ved at det samles inn opplysninger uten deres 
viten og kontroll. Imidlertid er det ikke i strid med pol. § 11 1.ledd bokstav c, og represen-
terer ikke et brudd på de forventninger den enkelte har i forhold til bruken av allerede inn-
samlet informasjon.  
 
Et neste spørsmål er om det kan anvendes skjult kameraovervåking som et kontrolltiltak  
ved konkret mistanke om misligheter?   
 
I Rt. 1991 s. 616 gjaldt saken om det som bevis i en straffesak mot en ansatt kunne frem-
legges opptak foretatt i hemmelighet av arbeidsgiver. Kameraovervåking med formål å 
overvåke forretningslokalet fra spiserommet var allerede satt opp i forståelse med de ansat-
te. Daglig leder fikk, som en følge av en iakttagelse han gjorde på monitoren i spiserom-
met, en konkret mistanke om at førstedamen i gatekjøkkenet ikke slo inn alle betalinger i 
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kassen. Virksomhetens omsetning lå også lavere enn vareinntaket skulle tilsi. Ved å koble 
en opptaksmaskin til kameraet sikret daglig leder seg opptak som han mente viste flere 
eksempler på at førstedamen unnlot å slå inn mottatte beløp i kassen. Retten fant at denne 
fremgangsmåten medførte «et slikt inngrep i den personlige integritet at den ut fra almin-
nelige personvernhensyn i utgangspunktet bør ansees uakseptabel»
165
 Hensynet til arbeids-
givers mistanke om misligheter og nødvendigheten av slike metoder fant retten ikke til-
strekkelig tungtveiende i denne sak.
166
 
 
I Rt. 2004 s.878 gjaldt saken spørsmål om avskjæring av videoopptak som bevis i en av-
skjedssak. Arbeidsgiver mistenkte en butikkmedarbeider for underslag fra kassen og fore-
tok dermed i hemmelighet videoopptak for å bevise dette. Høyesteretts kjæremålsutvalg var 
ikke enig i kjærende parts anførsel om at «tungtveiende reelle grunner må føre til» at denne 
form for overvåking må tillates idet formålet var å skaffe bevis.
167
 
 
I Rg. 2002 s. 162 gjaldt saken spørsmål om bevisavskjæring og plikt til å identifisere vitner 
i en arbeidsrettssak. På grunn av en konkret mistanke om straffbart forhold mot en eller 
flere arbeidstakere iverksatte virksomheten kameraovervåking. Andre tiltak ble også iverk-
satt som ekstra vareopptellinger og særskilt samarbeid med Securitas. Disse tiltakene styr-
ket bedriftens mistanke, men uten at det lykkes å skaffe tilstrekkelige bevis.  Kameraover-
våkingen foregikk i to avdelinger Fona Musikk og Spaceworld. I den førstnevnte avdeling-
en var butikklokalet allerede overvåket av fire kameraer, inngrepet i personvernet ved et 
supplerende kamera ble derfor ansett for å være noe mindre alvorlig enn det ellers ville ha 
vært. Overvåkingen i dette lokalet tok delvis sikte på å avdekke om arbeidstaker manipuler-
te kameraene og var avgrenset i tid og rom. Retten fant at inngrepet var forholdsmessig og 
uttalte at «videoopptakene i dette tilfellet representerer et inngrep i personvernet som må 
tåles i et rettssamfunn, og som derfor heller ikke bør kunne avskjæres som bevis i den fore-
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liggende sak.»168 Det ble da særlig sett hen til at arbeidstakers manipulering av de faste 
kameraene var en «særlig utspekulert og illojal handlemåte».169 Opptakene ble tillatt først 
som bevis. Det samme gjaldt opptaket i Spaceworldavdelingen idet retten fant at det var  
nært forbundet i formål og som bevis med opptakene fra Fona Musikk. Kjennelsen var en-
stemmig. 
 
Konklusjonen må bli at skjult kameraovervåking ikke kan tillates som kontrolltiltak ved en 
konkret mistanke om straffbart forhold fordi det utgjør et for stort inngrep i arbeidstakers 
personvern. Dersom det foreligger meget spesielle omstendigheter som i Rg. 2002 s. 162 
vil det muligens gjelde et unntak, imidlertid er dette en lagmannsrett kjennelse og har der-
med begrenset vekt. 
 
8 Tariffavtaler som skranke for kameraovervåking 
 
Tariffavtaler regulerer spørsmål knyttet til «arbeids- og lønnsvilkår eller andre arbeidsfor-
hold», jf. arbeidstvistloven § 1 bokstav e. Slike spørsmål reguleres jo også gjennom lov-
givning og det kan da se ut som de foreligger to parallelle systemer. I praksis komplemen-
terer de to regulerings formene hverandre, idet lovgivningen ofte bygger på og videreutvik-
ler forhold som har funnet en løsning i tariffavtale.
170
 Denne oppgaven vil ha vist at så også 
er tilfelle for reglene omkring arbeidsgiver adgang til å iverksette kameraovervåking. 
 
I arbeidstvistloven § 1 bokstav e defineres en tariffavtale som «en avtale mellom en fagfo-
rening og en arbeidsgiver eller arbeidsgiverforening om arbeids- og lønnsvilkår eller 
andre arbeidsforhold». Tariffavtalebegrepet er følgelig svært vidt og vil omfatte en rekke 
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avtaler gjort på forskjellige nivåer i fagforeningssystemet. Et spørsmål som oppstår i den 
forbindelse er hvordan det oppnås samsvar mellom avtaler som gjøres på de ulike nivåer? 
 
Det følger av hovedavtalen mellom LO og NHO § 1-2 at hovedavtalen «er første del av 
alle tariffavtaler for arbeidere som er eller blir opprettet» mellom LO og NHO og eller 
deres medlemmer.  Det er da en klar forutsetning at tariffavtalte bestemmelser gjort i en 
landsoverenskomst ikke vil være gyldig dersom de strider mot bestemmelser gjort i hoved-
avtalen.
171
 Av hovedavtalen § 4-1 følger det at særavtaler inngått mellom bedriftsledelsen 
og arbeidstakernes representanter er ugyldig dersom den er i strid med den tariffavtale som 
på organisasjonsmessig måte er opprettet for bedriften. Lokale særavtaler må således være i 
samsvar med landsoverenskomster og hovedavtalen.
172
 At avtaler på denne måten kan an-
ses for ikke å være bindende mellom avtalepartene er således et særegent trekk ved tariff-
avtaler.
173
 
 
Dersom det inngås bestemmelser i en arbeidsavtale som strider mot en tariffavtale som 
begge parter er bundet av så er disse bestemmelsene ugyldig, jf. arbeidstvistloven § 6. Det 
følger av ordlyden at denne ugyldighetsvirkningen både gjelder for bestemmelser som gir 
bedre og dårligere vilkår enn tariffavtalen. Det følger videre av ulovfestet rett at tariffavta-
lens ufravikelighet også gjelder overfor uorganiserte arbeidstakere med mindre det er hol-
depunkter for noe annet, jf. ARD 1922 s.50
174
.  Arbeidsgiver vil da ikke kunne ansette uor-
ganisert arbeidskraft til lavere lønn eller høyere lønn og dermed presse ut de organiserte 
arbeidstakerne, jf. f.eks. ARD 1983 s.301
175
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Hva kan så tariffavtales med virkning for arbeidstaker og arbeidsgiver? Det følger av aml. 
§ 1-9 at «loven kan ikke fravikes ved avtale til ugunst for arbeidstaker med mindre det er 
særskilt fastsatt». Det finnes flere bestemmelser i loven som gir adgang til å avtale andre 
løsninger enn det loven anviser, kanskje særlig i aml. kap. 10 om arbeidstidsbestemmel-
ser.
176
 Arbeidsmiljølovens bestemmelser i kap 9. om kontrolltiltak er imidlertid ikke fravi-
kelige og gir dermed arbeidstakerne et minstenivå av beskyttelse mot kontrolltiltak. En 
tariffavtale om adgangen til å iverksette kameraovervåking på arbeidsplassen som uthuler 
arbeidstakernes vern etter reglene aml. kap. 9 vil følgelig være ulovlig, jf. aml. § 1-9. Det 
er imidlertid ikke noe i veien for at det avtales ytterligere begrensninger i adgangen til å 
iverksette kameraovervåking da dette må antas å være til gunst for arbeidstaker. 
 
I hovedavtalen mellom LO og NHO 2010-213 kapittel 9 og i tilleggsavtale V til hovedavta-
len er det avtalt regler som i hovedsak gir det samme nivå av beskyttelse mot kameraover-
våking for arbeidstakerne som det følger av arbeidsmiljøloven og personopplysningslovens 
bestemmelser. 
  
Både arbeidsmiljøloven og hovedavtalen mellom LO og NHO legger vekt på de ansattes 
rett til medvirkning og bestemmelsene synes nokså like. En forskjell er imidlertid at det 
etter hovedavtalen mellom LO og NHO skal opprettes lokal avtale om utforming og gjen-
nomføring av kontrolltiltak hvis en av partene ønsker det. Dersom det ikke oppnås enighet, 
åpnes det for at saken kan bringes inn for hovedorganisasjonene for videre behandling.
177
  
 
Selv om hovedavtalen ikke synes å gi de organiserte arbeidstakere et vern mot kamera-
overvåking som vesentlig går utover det som følger av lovgivningen er det allikevel grunn 
til å anta at det vil være et skille mellom organiserte og uorganiserte virksomheter. På bak-
grunn av undersøkelser gjort av virksomheters etterlevelse av HMS regelverket uttaler 
Fafo-forskeren Mona Bråten til forskning.no at det trolig vil være et skille mellom organi-
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serte og uorganiserte deler av arbeidslivet når det gjelder hensynene til  personvern.
178
 An-
tageligvis vil det være et større fokus på regelverket i de organiserte deler av næringslivet, 
noe som vil kunne gi et sterkere vern mot misbruk av kontrollteknologi enn hva man finner 
i mer uorganiserte virksomheter. 
 
  
9 Avsluttende kommentarer 
Oppgaven vil ha vist at det skal mye til før kameraovervåking av arbeidstakerne idet de 
utfører sitt arbeid kan tillates. Det må da som nevnt foreligge et særskilt behov. Et slikt 
behov kan f.eks. være å forbygge at farlige situasjoner oppstår. Kameraovervåkingen må 
også være nødvendig for å ivareta dette behovet, dette innebærer at det må vurderes om 
ikke problemet kan og bør løses med et annet og mindre inngripende middel.  
 
Personopplysningslovens bestemmelser synes å ivareta arbeidstakernes personvern på en 
god måte. Imidlertid er de vurderingene som må gjøres i stor grad skjønnsmessige, noe som 
antagelig fremstår som en nokså stor utfordring for arbeidsgivere som ikke selv har den 
nødvendige juridiske ekspertise. Særlig må det antas at interesseavveiinger vil kunne være 
vanskelig da det trolig vil være lett å legge for mye vekt på egne/virksomhetens interesser. 
Datatilsynet har laget veilederen «kameraovervåking på arbeidsplassen»
179
 som trolig er til 
hjelp, men praksis viser stadig at mange trør feil. 
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