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Анотацiя
У данiй роботi запропоновано новий пiдхiд «майнiнгу» та досягання узгодження в технологiї побудови ланцюгу
блокiв («блокчейн»). Розроблений метод дає змогу зменшити використання зовнiшнiх ресурсiв для генерацiї кожного
наступного блоку ланцюга, не знижуючи при цьому децентралiзацiю всiєї системи.
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Вступ
Технологiя блокчейн – потужний iнструмент, який
при узгодженнi та верифiкацiї дiй користувачiв усу-
ває використання стороннiх iнстанцiй, посередникiв
та централiзованих джерел довiри. Електронна ва-
люта («криптовалюта») бiткоiн [1], побудована на
технологiї блокчейн, стала першою в iсторiї децен-
тралiзованою базою даних нового виду фiнансового
кругообiгу. Забезпечення децентралiзацiї, що надає
всебiчну довiру користувачiв, є ключовим моментом
технологiї блокчейн i стає все бiльш актуальним з
плином часу.
1. Модель використання блокчейну та аль-
тернативи пiдходу «Proof-of-works»
В основi структури зберiгання транзакцiй в бiткой-
нах та iнших криптовалютах лежить розподiлена
база даних блокчейн, в якiй знаходиться вся iсторiя
транзакцiй. Блокчейн отримав свою назву тому, що
транзакцiї збираються в блоки; кожен блок (крiм
найпершого) посилається на попереднiй. Кожен ву-
зол, який бере участь в мережi бiткойнiв, має свою
копiю блокчейна.
Вузли синхронiзуються мiж собою за допомогою
пiрингової (P2P) мережi [2]. Будь-яка реалiзацiя кри-
птовалюти повинна бути здатна захистити свiй бло-
кчейн вiд можливих атак. Так як безпека блокчейна
не покладається на єдиний центр, користувачi не
знають, яка версiя бази даних є дiйсною. У бiткойнiв
безпека мережi забезпечується алгоритмом доказу
роботи («Proof-of-works») у формi здобутку («майнiн-
гу») блокiв. Кожен вузол, який бажає брати участь
в майнiнгу, повинен вирiшити обчислювально скла-
дну задачу, щоб гарантувати дiйснiсть нового блоку;
нагорода за рiшення виплачується у виглядi нових
бiткойнiв.
Таким чином, функцiонування розподiленого алго-
ритму узгодження пiдтримується фiзично рiдкiсни-
ми ресурсами, серед яких спецiалiзоване обладнання
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для проведення обчислень та електрика, необхiдна
для роботи обладнання.
«Proof-of-works», крiм споживання величезної кiль-
костi енергiї, також має суттєвi недолiки. Майнери
органiзовуються в майнiнг-пули («mining pools»), i
оператор пулу теоретично може контролювати бiль-
шу частину обчислювальних потужностей мережi. З
цiєї точки зору децентралiзацiя втрачається, i один
великий гравець може контролювати всю мережу.
Це породжує пошук нових пiдходiв забезпечення
верифiкацiї блокiв, що додаються до блокчейну.
Розглянемо функцiонування пiдходу «Proof-of-
stake», що став однiєю з найпопулярнiших альтерна-
тив «Proof-of-works». Вiн полягає у тому, що скла-
днiсть вирiшення деякої задачi для додавання блоку
в блокчейн в даному випадку розподiляється про-
порцiйно i вiдповiдно до балансу кожного майнера.
Таким чином, вузол мережi з великим балансом має
бiльше шансiв згенерувати наступний блок. Ця схема
виглядає досить привабливою, перш за все через не-
великi вимоги до обчислювальних ресурсiв. Але зви-
чайний перехiд до «Proof-of-stake» здатний знизити
стiйкiсть протоколу консенсусу [3]. Iншою запропоно-
ваною альтернативою став «Proof-of-activity» [4], що
по сутi став поєднанням «Proof-of-works» та «Proof-
of-stake», але, на жаль, вiн є лише теоретичним.
2. «Доказ рiвного вкладу»
В данiй роботi пропонується модель пiд назвою
«Доказ рiвного вкладу», що може виступати алго-
ритмом доказу роботи разом iз пiдходом «Proof-of-
works», усуваючи основнi його недолiки.
2.1. Iдея пропонованого пiдходу
Основним критерiєм, якому повинна задовольняти
нова модель, є зниження можливостi монополiзацiї
майнiнг-пулами, що мають найбiльшу обчислюваль-
ну потужнiсть, ринку здобутку блокiв у блокчейнi,
що в свою чергу зменшить використання зовнiшнiх
ресурсiв програмного забезпечення.
Перше, що варто розглянути, це яку саме зада-
чу доведеться вирiшити майнеру згiдно з пiдходом
«Proof-of-works», щоб додати блок до ланцюгу iн-
ших, адже новий пiдхiд «Доказ рiвного вкладу» ви-
рiшує ту саму задачу, але у свiй спосiб. Отже, пiд
час добування майнером блоку працює програмне
забезпечення, яке шукає розв’язок дуже складно-
го математичного завдання (знаходження гешу, що
вiдповiдає деяким вимогам [5]), складнiсть якого
заздалегiдь точно вiдома. Коли рiшення буде зна-
йдено, майнер може повiдомити всiм про iснування
знайденого ним рiшення поряд з iншою iнформацiєю,
яке разом з нею утворює блок. Майнери не просто
використовують транзакцiї в блоцi для генерацiї ге-
шу. Деякi iншi фрагменти даних використовуються,
наприклад, геш останнього блоку, що зберiгається
в блокчейнi. I оскiльки гешування кожного блоку
проводиться з використанням геш-блоку перед ним,
вiн стає цифровою версiєю воскової печатки. Вона
пiдтверджує, що цей блок – i кожен блок пiсля нього
– є легiтимними, бо якщо навпаки, то вiн буде помi-
чений як пiдробка й всi користувачi знатимуть про
це. Крiм того, майнери не повиннi втручатися в данi
транзакцiї, тому вони доповнюють їх додатковими
випадковими фрагментами, що мають назву «nonce»,
щоб геш вiдрiзнявся. Якщо результат не вiдповiдає
необхiдному формату, то цей фрагмент змiнюється,
i все гешується знову. Таким чином, геш починає-
ться з певного числа нулiв. Число нулiв визначається
цiллю (target), що являє собою 256-бiтове число i
тому воно надзвичайно довге. Всi бiткоiн-клiєнти
знають цiль.Чим складнiше здобувати бiткоiни, тим
бiльше провiдних нулiв потрапило у геш. Саме рiше-
ння – вiднайдений геш, що задовольняє всi необхiднi
умови, i є доказом правильностi роботи.
2.2. Опис моделi
Загальна складнiсть вирiшення задачi знаходже-
ння потрiбного гешу з самого початку дiлиться на
частини «targetParty» фiксованого розмiру S, що
не буде змiнюватися у майбутньому. Так, чим бiль-
ша складнiсть встановленої задачi, тим з бiльшої
кiлькостi targetParties-частин вона буде складатися.
Нагорода за кожен здобутий блок розподiляється
мiж всiма майнерами по-рiвну i лiнiйно залежить
вiд кiлькостi targetParties.
«Доказ рiвного вкладу» використовує протокол
BitTorrent [6] для визначення майнерiв, якi будуть
брати участь у додаваннi певного блоку в блокчейн.
Завдяки BitTorrent протоколу вузли поєднуються
P2P [7], а це означає, що комп’ютери в BitTorrent
мережi мають можливiсть передавати данi мiж со-
бою без необхiдностi центрального сервера. Пiсля
пiдключення до мережi BitTorrent клiєнт отримує
бiти файлiв в торрентах у частинах визначеного роз-
мiру S. Оскiльки кожен вузол отримує новий сегмент
файлу вiн стає джерелом (тiєї частини) для iнших
вузлiв, звiльняючи вихiдний об’єкт вiд того, щоб
вiдправити цю частину до кожного комп’ютера або
користувача, бажаючого копiю. Кожна частина за-
хищена за допомогою криптографiчного гешу, що
мiститься в дескрипторi торрента. Це гарантує, що
будь-яка змiна сегменту може бути виявлена, що,
таким чином, запобiгає випадковiй i шкiдливi моди-
фiкацiї кожної iз частин, отриманих на iнших вузлах.
За допомогою BitTorrent завдання розповсюдження
файлу доступне для тих, хто хоче його отримати.
Але з iншого боку число клiєнтiв обмежене, адже
коли всi частини вiд загальної складностi вирiшення
задачi розподiленi, поширення цих частин в мережi
припиняється. Крiм того, майнери, щоб отримати
можливiсть здобути одну з targetParties, повиннi за-
довольняти вимогам програмного забезпечення в
залежностi вiд складностi задачi [8], адже здобут-
тя блоку має виконуватися за обмежений вiдрiзок
часу, що є загально еталонним. Додатковим обмеже-
нням для майнерiв також є неможливiсть переходу
до отримання iншої targetParty, тобто розпочинати
роботу надо наступним блоком, поки не закiнчене
опрацювання попереднього.
Висновки
У данiй роботi запропоновано новий пiдхiд майнiн-
гу «Доказ рiвного вкладу», що допомагає досягнути
узгодження в побудовi ланцюгу блокiв блокчейну.
Вiн усереднює можливiсть для кожного майнера
здобувати блоки, фiксуючи потреби у програмно-
му забезпеченi,i тим самам зменшує використання
зовнiшнiх ресурсiв, не знижуючи при цьому децен-
тралiзацiю мережi.
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