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Where there is data smoke, there is business fire. 
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Pojem poslovne skrivnosti predstavlja širok nabor informacij, ki za podjetja predstavljajo 
konkurenčno prednost pri poslovanju na trgu. Posledično se podjetja v današnjem času zanašajo 
na uporabo najnovejše tehnologije, ki jim omogoča zbiranje in obdelavo ogromnih količin 
podatkov, morebitna zloraba s strani tretjih oseb pa ima lahko katastrofalne posledice za njihovo 
poslovanje. 
 
Sklenitev pogodbe o nerazkrivanju poslovnih skrivnosti je eno izmed orodij, ki ga podjetja 
uporabljajo za varstvo poslovnih skrivnosti, ki jih za namene poslovanja razkrivajo tretjim 
osebam. V pogodbi je v izogib kasnejšim nesporazumom smiselno detajlno opredeliti namen 
in predmet razkrivanja ter ostale pravice in obveznosti pogodbenih strank.  
 
Namen pravne ureditve varstva poslovne skrivnosti je spodbujanje informacij in pretoka znanja 
med podjetji. Harmonizirana ureditev pravnega varstva poslovnih skrivnosti v državah članicah 
Evropske Unije je pomemben korak k zagotovitvi učinkovitejšega pravnega varstva interesov 
imetnikov poslovnih skrivnosti. Sprejetje Direktive (EU) 2016/943 ter Zakona o poslovni 
skrivnosti bo podjetjem pri poslovanju tako v Sloveniji kot tudi na območju Evropske Unije 
omogočilo učinkoviteje postopanje pri zagotovitvi varnega razpolaganja s poslovnimi 
skrivnostmi in preprečitvi njihove zlorabe. Kljub sprejetju novosti na normativni ravni pa bodo 
pomembno vlogo z interpretacijo in udejanjanjem zakona v praksi odigrala sodišča. 
 
Poleg ureditve pogodbenih razmerij je za zagotovitev ustreznega varstva poslovnih skrivnosti 
potrebna celostna obravnava zaščite saj je le tako mogoče doseči udejanjanje pogodbe v praksi. 
Zato je kljub sklenitvi pogodbe o nerazkrivanju poslovnih skrivnosti pomembno, da podjetja 
zagotovijo ustrezne organizacijske in tehnične varnostne ukrepe s katerimi se zagotovi 
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The concept of trade secret stands for a wide range of information, which results in a 
competitive advantage for the companies. The companies rely on the latest technology, which 
enable them to collect and process massive quantities of data. This opens them to a huge risk 
for a potential misuse of their information by third parties that can result in catastrophic 
consequences for their business. 
 
Non-disclosure agreement presents a useful tool used widely by the companies in order to 
protect their trade secrets before disclosing them to the third parties for the purposes of joint 
collaboration. In order to avoid misunderstandings it is important to define the purpose and the 
object of the disclosure along with other rights and obligations of the parties accordingly.  
 
The purpose of the trade secret protection is the protection of cooperation and sharing and the 
information and knowledge between companies. Therefore, harmonisation of legal regulation 
on trade secrets within state members of the European Union presents an important step 
forward. Adoption of the Directive (EU) 2016/943 and Slovenian law on trade secrets shall 
enable companies to secure unauthorised use and disclosure of their trade secrets more easily, 
when conducting business within Slovenia and European Union. Nevertheless, regardless of 
the new legislation, it is fair to say that the court shall be essential for providing relevant 
interpretation and implementation of the provisions in practice.  
 
In order to ensure a comprehensive protection of trade secrets, in addition to the conclusion of 
non-disclosure agreements, companies should consider adopting and implementing relevant 
organisational and technical safety measures that shall prevent unauthorised disclosure of their 
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Dandanes v času vse bolj poraščajoče globalizacije kjer so meje poslovanja zabrisane je postalo 
poslovanje gospodarskih poslovnih subjektov (v nadaljevanju: podjetja) na globalni ravni nekaj 
povsem običajnega, za namene doseganja večjega tržnega deleža in dolgoročne konkurenčnosti 
pa tudi nujno potrebnega. Po drugi strani pa prihaja do izrednega napredka informacijske 
tehnologije, kar predstavlja ugodno okolje za porast različnih oblik kibernetskega kriminala.1 
 
Poslovne skrivnosti predstavljajo informacije, ki za podjetje pomenijo konkurenčno prednost 
in za katere je ključno, da ostanejo nerazkrite oziroma, da v zvezi z njimi ne pride do 
nepooblaščenega razkritja, uporabe in zlorabe. Poslovne skrivnosti so pogostokrat povezane z 
visokimi finančnimi ter drugimi vložki, morebitno nepooblaščeno razkritje oziroma uporaba 
poslovnih skrivnosti pa ima posledično lahko velike negativne učinke na poslovanje podjetja. 2   
 
Pri vsakodnevnem poslovanju podjetja za potrebe (potencialnega) poslovnega sodelovanja 
pogostokrat tretjim osebam3 razkrivajo poslovne skrivnosti. Ugotovljeno je bilo, da se 
slovenska podjetja do nedavnega niso zavedala resnosti problema varovanja poslovnih 
skrivnosti, na drugi strani pa je potrebno izpostaviti tudi pomanjkljivo zakonodajno ureditev.4 
 
S pogodbo o nerazkrivanu poslovnih skrivnosti se pogodbene stranke dogovorijo o pravicah in 
obveznostih razkritja in uporabe poslovni skrivnosti. Pogodba je lahko enostranska, 
dvostranska ali večstranska in je široko uporabljiva na različnih področjih poslovanja in lahko 
ureja razmerja z zaposlenimi, pogodbenimi partnerji, itd. Vrste poslovnih skrivnosti, ki so lahko 
predmet razkritja je prav tako zelo širok in zajema zaščito informacij komercialne narave, 
finančnih informacij, itd., prav tako pa so različni viri kršitev (zaposleni, bivši zaposleni, 
pogodbeni partnerji, hekerji, itd.) in motivi kršiteljev. V raziskovalni študiji, pripravljeni na 
pobudo Evropske Komisije je bilo v letu 2013 ugotovljeno, da več kot tri četrtine vprašanih5 
                                                          
1 EUROPOL, European law enforcement agency, IOCTA 2016 (internet organised crime threat assessment), 2016, str. 5 – 6 
(online); URL: <https://www.europol.europa.eu/sites/default/files/documents/europol_iocta_web_2016.pdf> (08.09.2019). 
2 European Union Intellectual Property Office, The baseline of trade secrets litigation in the EU member states, 2018, str. 5 – 
6. (online); URL: <https://euipo.europa.eu/tunnel-
web/secure/webdav/guest/document_library/observatory/documents/reports/2018_Baseline_of_Trade_Secrets_Litigations_in
_EU_Member_States/2018_Baseline_of_Trade_Secrets_Litigations_in_EU_Member_States_EN.pdf> (08.08.2019). 
3 Tretja osebi bodisi fizična bodisi pravna oseba, v kolikor ni izrecno opredeljeno drugače. 
4 Bertoncelj, B., Analiza stališč v zvezi z zaščito poslovne skrivnosti, Psihološka obzorja / Horizons of Psychology, 10, 2, 
2001), str. 114. 
5  V raziskavi je sodelovalo 537 podjetij. 
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podjetij pripoznava pomembnost poslovnih skrivnosti za njihovo poslovanje, da je bilo vsako 
peto vprašano podjetje že žrtev zlorab poslovne skrivnosti in da se je zgolj dobra tretjina 
odločila za uveljavitev sodnega varstva.6 Zaradi navedenega v predmetnem magistrskem 
diplomskem delu ne bo podane obravnave razlik med tipi pogodb o nerazkrivnaju poslovnih 
informacij ter odnosa do drugih pogodb (npr. licenčne pogodbe), vsebinske razlike med 
poslovno skrivnostjo in drugimi pravicami intelektualne lastnine, različnih vrst poslovnih 
skrivnosti, načinov kršitev, itd. Predstavljena in obravnavana bo splošna problematika uporabe 
pogodb o nerazkrivanju poslovne skrivnosti v praksi, predvsem v luči neučinkovitega 
normativnega oziroma zakonodajnega varstva interesov imetnikov poslovnih skrivnosti ter 
potrebnosti zagotovitve drugih ukrepov za učinkovito zaščito poslovnih skrivnosti v praksi. 
 
Pred razkritjem poslovnih skrivnosti se podjetja pogostokrat zavarujejo le s sklenitvijo 
splošnega, pogosto neprecizno pripravljenega osnutka pogodbe o nerazkrivanju poslovnih 
skrivnosti – NDA7. Kljub sklenitvi pogodbe o nerazkrivanju poslovnih skrivnosti, in kljub 
dejstvu, da zakonodaja v različnih zakonih opredeljuje ter vsebuje določbe v zvezi z varstvom 
poslovne skrivnosti, hkrati pa določa tudi odškodninsko oziroma kazensko odgovornost za 
nepooblaščeno razkritje le-teh, v praksi še naprej prihaja do nepooblaščenih razkritji in zlorab 
poslovnih skrivnosti. Razlog za obstoječe stanje je med drugim tudi udejanjanje zakonodaje v 
praksi, ki ni dovolj rigorozna, da bi s sankcijami preprečevala kršitve. Pri tem lahko 
izpostavimo kompleksnost kaznivega dejanja neupravičene izdaje poslovne skrivnosti8 ter 
obstoj problema dokazovanja obstoja škode ter posledično odškodninske odgovornosti za 
kršitev.9 Spremembo na zakonodajnem področju ureditve varovanja poslovnih skrivnosti je s 
sprejetjem Direktive (EU) 2016/943 Evropskega parlamenta in sveta z dne 8. junija 2016 o 
varstvu nerazkritega strokovnega znanja in izkušenj ter poslovnih informacij (poslovnih 
skrivnosti) pred njihovo protipravno pridobitvijo, uporabo in razkritjem (Direktiva (EU) 
2016/943)10 je indicirala Evropska Unija (v nadaljevanju: EU). Namen omenjene direktive je 
zbliževanje pravne ureditve držav članic, Republika Slovenija pa je direktivo prenesla v svoj 
pravni red s sprejetjem Zakona o poslovni skrivnosti (ZPosS)11. 
                                                          
6 Baker & McKenzie – Milan, Report on Study on Trade Secrets and Confidential Business Information in the Internal Market, 
prepared for the European Commission, MARKT/2011/128D, 2013, (online); URL: 
<https://ec.europa.eu/docsroom/documents/14838/attachments/1/translations/en/renditions/pdf> (08.09.2019). 
7 Angleško: Non disclosure agreement. 
8 Šepec, M., Korošec, D., Dileme kaznivega dejanja neupravičene izdaje poklicne skrivnosti. Zbornik znanstvenih razprav, 
2017, št. 77, str. 53. 
9 Juhart, M., Odločanje o izvedbi skrbnega pregleda (due diligence) v kapitalskih družbah, Podjetje in delo, 2011, št. 1, str. 15. 
10 UL L 157/1. 




Zastavljena hipoteza magistrskega diplomskega dela je, da zgolj sklenitev pogodbe o 
nerazkrivanju poslovnih skrivnosti ni dovolj za ustrezno varstvo poslovnih skrivnosti podjetja. 
Izvedba in udejanjanje pogodbe mora biti podprto z izvedbo ustreznih organizacijskih, 
kadrovskih in tehničnih ukrepov. Navedena hipoteza je razdeljena v tri teze: 
 podjetja morajo pred razkritjem poslovnih skrivnosti skleniti pogodbo o nerazkrivanju 
poslovne skrivnosti, v kateri natančno (in ne zgolj pavšalno) opredelijo namen in predmet 
razkritja ter dogovorijo druge medsebojne pravice in obveznosti, 
 pravna ureditev varstva poslovnih skrivnosti v Republiki Sloveniji in EU je bila do 
nedavnega pomanjkljiva med državami članicami EU pa neusklajena. Sprejetje Direktive 
(EU) 2016/943 ter Zakona o poslovni skrivnosti bo izboljšalo pravni položaj slovenskih 
podjetji v zvezi z varstvom njihovih poslovnih skrivnosti pri poslovanju v domačem kot 
tudi mednarodnem poslovanju, 
 podjetja morajo za učinkovito zaščito poslovnih skrivnosti sprejeti ustrezne organizacijske 
in tehnične varnostne ukrepe. 
 
Z namenom preveritve zgornje hipoteze in tez je namen in cilj magistrskega diplomskega dela 
predstaviti problematiko varstva poslovnih skrivnosti podjetij, prek prikaza ter obravnave: 
 opredelitve elementov pogodbe o nerazkrivanju poslovnih skrivnosti, pri tem upoštevajoč 
tveganja, ki so jim podjetja izpostavljena, 
 pojma poslovne skrivnosti ter primerjalne analize pravne ureditve v zvezi z varstvom 
poslovne skrivnosti v EU in Republiki Sloveniji pred in po sprejetju Direktive (EU) 
2016/943, in 
 pomembnosti organizacijskih in tehničnih varnostnih ukrepov za zagotovitev 




2. POJEM POSLOVNE SKRIVNOSTI 
 
Pojem poslovne skrivnosti je poznan že iz starega veka, skozi zgodovino pa se je, predvsem 
tekom širjenja globalizacije, hitremu napredku tehnologije ter vse večji konkurenčnosti na eni, 
ter porasta kibernetskega kriminala na drugi strani, njihova pomembnost povečala. Pomen 
varstva poslovnih skrivnosti se kaže predvsem v tem, da je sposobnost inovacij in pridobivanje 
ter zadržanje konkurenčnih prednosti močno otežena in ogrožena v kolikor se poslovne 
skrivnosti podjetij zlorabljajo.12 
 
Kop poenostavljeno definira poslovne skrivnosti kot »vse, kar bi konkurenca rada vzela s 
seboj«.13   Poslovne skrivnosti predstavljajo konkurenčno prednost podjetja in so običajno 
rezultat razpolaganja s finančnimi, človeškimi, proizvodnimi in drugimi viri skozi določeno 
časovno obdobje. Namen tovrstnih vlaganj je uporaba konkurenčne prednosti pri poslovanju na 
trgu ter s tem izboljšati poslovanje. Alternativa vlaganjem v razvoj oziroma drugemu načinu 
zakonite pridobitve konkurenčne prednosti je pridobitev in uporaba poslovnih skrivnosti tretje 
osebe na nelegalen način. Ravno tovrstnim »lažjim« rešitvam s strani tretjih pa se morajo 
podjetja poskusiti izogniti pri vsakodnevnem poslovanju na trgu. Ena izmed ključnih nalog 
vodstva podjetja je upravljanje in obvladovanje tveganj povezanih z uporabo in razpolaganj s 
poslovnimi skrivnostmi saj podjetje lahko konkurenčne prednosti zadrži zgolj v primeru 
njihovega obvarovanja pred dostopom s strani konkurence.14 
 
Poslovno skrivnost lahko predstavljajo informacije o strankah ter poslovnih partnerjih, 
proizvodnih procesih, tehnologiji, finančni podatki, prodajni strategiji, tržnih raziskavah, itd.  
Kljub različni vrsti pa je večini poslovnim skrivnostim skupno, da: 
 je izredno težko ugotoviti nepooblaščeno uporabo oziroma zlorabo,  
 je razkritje poslovne skrivnosti tretjim (četudi jo morajo slednji kasneje na podlagi pravnega 
ukrepanja vrniti) nepovratno,  
 je čas, ki preteče do ugotovitve nepooblaščene uporabe poslovne skrivnosti s strani tretjih 
relativno dolg, in  
                                                          
12 Bertoncelj, B., Evropski vidik zaščite poslovne skrivnosti, Korporativna varnost, št. 7, 2014, str.  29 – 31. 
13 Kop, I., Varovanje in zaščita poslovnih skrivnosti, Gospodarski vestnik, Ljubljana, 1995, str. 43. 
14 Prav tam, str. 18 – 33. 
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 sta prenos in delitev poslovnih skrivnosti s strani tretjih običajno diskretna kar močno oteži 
možnosti dokazovanja. 15  
Informacija mora biti, da se šteje kot poslovna skrivnost, določenemu krogu ljudi poznana. 
Neznane informacije ne morejo biti varovana kot poslovna skrivnost.16 
 
V nekoliko drugačnem kontekstu na ravni države, je Anžič poudaril, da je pridobivanje 
informacij možno izvajati z zakonitimi sredstvi in z nezakonitimi sredstvi. Kot bo prikazano v 
nadaljevanju ravno pogodba o nerazkrivanju poslovnih skrivnosti strmi k temu, da opredeljuje 
delitev poslovnih skrivnosti ene gospodarske družbe drugi, na način, da določa medsebojne 
pravice in obveznosti v zvezi z ravnanjem s tovrstnimi poslovnimi skrivnostmi.  Poslovna 
skrivnost je sredstvo podjetja samo v tolikšni meri kolikor ostane skrivnost zato je pomembno, 
da tretji, ki jim je razkrita, uspejo slednjo varovati, zavarovati in jo uporabljati v skladu z 
namenom zaradi katere so bili z njo seznanjeni.17 
 
Napredek v tehnologiji omogoča podjetjem z različnimi sredstvi zbiranje ogromnih baz 
podatkov in informacij, ki jih nato z namenom izboljšanja poslovanja in doseganja prodaje 
obdelujejo, profilirajo, itd. Skupek vseh tako zbranih podatkov in informacij ima ogromen 
pomen na poslovanje podjetij in tudi ogromno ekonomsko vrednost, zaradi katere so drugi 
igralci na trgu in posamezniki še toliko bolj stimulirani, da tovrstne informacije pridobijo in 
zlorabijo.18 Posledično podjetja pri poslovanju postajajo vse bolj odvisna od različnih vrst 
podatkov in informacij, ki jih obdelujejo. Raziskava pa je kljub temu pokazala, da se slovenska 
podjetja do nedavnega niso zavedala resnosti problema varovanja poslovnih skrivnosti, na drugi 
strani pa je potrebno izpostaviti tudi pomanjkljivo zakonodajno ureditev.19  
 
Orodje poslovnih skrivnosti je primerno za podjetja vseh velikosti. Njihova praktičnost se kaže 
v tem, da je ohraniti informacijo zaupno pogosto veliko cenejše in postopkovno enostavnejše 
kot zaščititi isto informacijo s pravicami intelektualne lastnine (če je navedeno sploh mogoče). 
»Vse« kar morajo podjetja narediti za zaščito pomembnih informacij kot poslovnih skrivnosti 
                                                          
15 Prav tam, str. 47 – 50. 
16 B Zabel, B., Poslovna tajna, strokovna monografija, 1970, str. 9 – 11. 
17 Anžič, A., Tajnost kot družbeni fenomen – varnostni vidiki, Varstvoslovje : revija za teorijo in prakso varstvoslovja, letn. 3, 
št. 1/2, 2011, str.33-35. 
18 Primec, A.,  Vzpostavljanje zasebnih baz podatkov o gospodarskih subjektih, Podjetje in delo, 2015, št. 2, str. 379. 
19 Bertoncelj, B., Analiza stališč v zvezi z zaščito poslovne skrivnosti, Psihološka obzorja / Horizons of Psychology, 10, 2, 
2001, str. 114. 
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je, da jih ohranijo zaupne.20 Kot primer komercialne vrednosti informacij lahko izpostavimo 
tržno vrednost ameriške korporacije WeWork, katere tržna vrednost je, kljub dejstvu da 
glavnina poslovnega modela predstavlja pod-najem nepremičnin, zaradi možnosti zbiranja ter 
obdelave ogromnih količin podatka o strankah ocenjena na 47 milijard ameriških dolarjev.21 
Tudi sicer je skupna komercialna vrednost poslovnih skrivnosti v Združenih državah Amerike 
ocenjena na 5 trilijonov ameriških dolarjev.22 Pomembnosti in vrednosti poslovnih skrivnosti 
se zavedajo tudi podjetja, ki so v eni izmed raziskav z več kot 80% med drugim potrdila, da 
imajo poslovne skrivnosti pomembno vlogo za njihove poslovanje.23  
                                                          
20 Pooley, J., Trade Secrets: the other IP right, 2013; (online). URL: 
<https://www.wipo.int/wipo_magazine/en/2013/03/article_0001.html> (08.09.2019). 
21 Brandwein, N., J., WeWork – Service Excellence through Business Model Innovation: Creating Outstanding Customer 
Experiences by Leveraging Data, Analytics and Digital Technologies, INSEAD, 04/2019-6488. 
22 H Evans, H., Keller, P., Dargham, C., Marschollek, D., Wilkinson, D., Vidal, O., Davidson, J., Norton Rose Fulbright LLP, 
Trade secret protection: guarding against a global threat, Practical Law UK Articles – Thomson Reuters, 2017, ID: 5-637-7032, 
str. 23 (online); URL: <https://uk.practicallaw.thomsonreuters.com/5-637-7032> (08.09.2019). 




3. POGODBA O NERAZKRIVANJU POSLOVNIH SKRIVNOSTI 
 
3.1. Splošno o pogodbi o nerazkrivanju poslovnih skrivnosti 
 
Predmet pogodbe o nerazkrivanju poslovne skrivnosti je ureditev pravic in obveznosti 
pogodbenih strank v zvezi z razkritjem, uporabo ter razpolaganjem s poslovnimi skrivnostmi. 
V prejšnjem poglavju je bila predstavljena zakonska ureditev poslovne skrivnosti, ki omogoča 
imetnikom uveljavitev pravnega varstva v primeru nepooblaščenega zlorabe njihovih poslovnih 
skrivnosti. Pri tem zakonodaja ne ureja pogodbenega odnosa v zvezi z ravnanjem pogodbenih 
skrivnosti s strani imetnikov.24  
 
Gre za tako imenovano inominatno pogodbo civilnega in gospodarskega prava, ki se je razvila 
v praksi. Ker pogodba o nerazkrivanju poslovnih skrivnosti v Sloveniji ni zakonsko urejena 
lahko stranke pravice in obveznosti urejajo prosto, pri tem upoštevajoč pravna načela in 
kogentna pravila, ki veljajo v vseh obligacijskih razmerjih.  Posledično ni zahtev po posebni 
obličnosti pogodbe.25 Ne glede na dejstvo, da se pogodba lahko sklene tudi ustno je predvsem 
zaradi težav z dokazovanjem pogodba o nerazkrivanju poslovnih skrivnosti v praksi vedno 
sklenjena v pisni obliki.  
 
Situacija, ko praktično vedno pride do razkritja temeljnih poslovnih skrivnosti podjetja je 
izvedba skrbnega pregleda pred nakupom ali združitvijo dveh ali več podjetij. Pri tem je 
pomembno iskanje ravnovesja med potrebo po zagotovitvi ustreznih informacij ter varovanjem 
poslovnih skrivnosti. V procesu razkritja je potrebno ravnati dvostopenjsko. Najprej se morajo 
odločevalci podjetja odločiti ali je poslovne skrivnosti primerno in potrebno razkriti, ko pa je 
odločitev za razkritje poslovnih skrivnosti sprejeta pa si je potrebno prizadevati, da prejemniki 
sprejmejo ustrezne zaveze s katerimi bo zagotovljeno varstvo zaupnosti.26  
 
S sklenitvijo pogodbe o nerazkrivanju poslovnih skrivnosti se ena stranka pisno zaveže drugi  
razkriti poslovne skrivnosti, druga pa se zavezuje, da bo pridobljene poslovne skrivnosti 
uporabljala na dogovorjen način. Gre za t.i. enostransko pogodbo o nerazkrivanju poslovne 
                                                          
24 Feguš, P., Pogodba o nerazkrivanju poslovne skrivnosti – NDA, 2019, (online); URL: <http://fegus.si/pogodba-o-
nerazkrivanju-poslovne-skrivnosti-nda/#> (08.09.2019). 
25 51. člen OZ. 




skrivnosti, poznamo pa tudi t.i. dvostransko pogodbo o nerazkrivanju poslovnih skrivnosti, pri 
kateri se pogodbeni stranki vzajemno dogovorita za razkritje in namensko uporabo poslovnih 
skrivnosti, ki jih razkrivata. Tudi v primeru vzajemnega razkrivanja poslovnih skrivnosti se 
lahko upoštevajoč relevantne okoliščine primera zgodi, da se namesto dvostranske pogodbe o 
varovanju poslovnih skrivnosti podpišeta dve ločeni enostranski pogodbi.27  
 
Poleg normativnega namena ima pogajanje za sklenitev pogodbe o nerazkrivanju skrivnosti 
tudi psihološko funkcijo. Pogodba je pogosto sklenjena pred izvedbo glavne transakcije (npr. 
nakupa podjetja). V kolikor se pokažejo težave že pri uskladitvi interesov tekom sklenitve 
pogodbe o poslovnih skrivnosti lahko le-to predstavlja rdeč alarm za sklenitev pogodbe o glavni 
stvari.28 
 
Po ustrezni realizaciji namena, ki ga pogodbene stranke zasledujejo s sklenitvijo pogodbe o 
nerazkrivanju poslovnih skrivnosti pogosto pride do sklenitve pogodbe o glavni stvari. V tem 
pogledu ima pogodba o nerazkrivanju poslovnih skrivnosti noto predpogodbe. Pogodba o 
nerazkrivanju poslovnih skrivnosti pogosto vsebuje določbe, da pogodbeni stranki nista 
obvezani nadalje poslovno sodelovati in tudi določbe o tem kako veljavnost sklenitve kasnejše 
pogodbe o glavni stvari vpliva na veljavnost in izvrševanje pogodbe o nerazkrivanju poslovnih 
skrivnosti.29 Poleg sklenitve  pogodbe o nerazkrivanju poslovnih skrivnosti kot samostojnega 
dokumenta je običajno obveznost nerazkrivanja dogovorjena tudi v obliki posebnih klavzul kot 
stranska obveznost v drugih tipih pogodb (npr. pogodbe o distribuciji).30 Zaradi poenostavitve 
bo v nadaljevanju obravnavan primer enostranske pogodbe o nerazkritvanju poslovnih 
skrivnosti, se pa istovrstna pravila smiselno uporabljajo tudi v primeru drugih oblik. Osnutek 
enostranske pogodbe o nerazkrivanju poslovne skrivnosti je dodan kot Priloga št. 1 k temu 
delu.31 
  
                                                          
27 European IPR Helpdesk, Non-Disclosure Agreement: a business tool, European Union, 2018, str. 2 (online); URL: 
<http://www.iprhelpdesk.eu/sites/default/files/newsdocuments/Fact-Sheet-Non-Disclosure-Agreement-EN.pdf> 
(08.09.2019). 
28 Sias, S., L., Confidentiality and Nondisclosure Agreements, Illinois Institute for Continuing Legal Education in Business 
Law Series, Vol. IV: Mergers and Acquisitions, 2005, Supplement, Updated 2008, str. 2 – 3. 
29 Stone, H. A., Confidentiality Undertakings In Commercial Agreements, 2004, (online); URL: <https://www.gkh-
law.com/confidentiality-undertakings-commercial-agreements/> (08.09.2019). 
30 Kowalski, S. P., Krattiger, A., Confidentiality Agreements : A basis for Partnership, 2007, (online); URL: 
<http://www.iphandbook.org/handbook/ch07/p02/> (08092019). 
31 Osnutek pogodbe o nerazkrivanju poslovnih skrivnosti je namenjen zgolj za lažje razumevanje magistrskega diplomskega 
dela in brez potrebnih prilagoditev okoliščinam dejanskega primera ni primeren za uporabo v praksi. 
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3.2. Glavni elementi pogodbe o nerazkrivanju poslovnih skrivnosti 
 
Najpomembnejše določbe pogodbe o nerazkrivanju so običajno opredelitve: 
 namena sklenitve in uporabe razkritih poslovnih skrivnosti, 
 pogodbenih strank, 
 definicije poslovne skrivnosti, 
 izključenih informacij, 
 obveznosti varovanja zaupnosti, 
 odgovornosti za kršitve in pogodbena kazen, 
 časovne veljavnosti in obveznosti po prenehanju, 
 izbire prava in pristojnosti sodišč, in 
 drugih določb. 32 
 
3.2.1. Namen sklenitve in uporabe razkritih poslovnih skrivnosti 
 
S sklenitvijo pogodbe o nerazkrivanju poslovnih skrivnosti pogodbeni stranki običajno 
zasledujeta poseben namen zaradi katerega so poslovne skrivnosti razkrite, kot npr.: izvedba 
skrbnega pregleda, testiranje produkta oziroma programske opreme, preučevanje možnosti 
potencialnega poslovnega sodelovanja, itd.33 Ustrezna konkretizacija namena je ena od 
bistvenih sestavin pogodbe o nerazkrivanju poslovnih skrivnosti, saj je običajno raba poslovnih 
skrivnosti, ki se razkrivajo omejena zgolj na izvrševanje namena, ki se s pogodbo zasleduje. 
Kot primer lahko navedemo situacijo v kateri posredovalna stranka34 prejemni stranki35 za 
namene potencialne sklenitve licenčne pogodbe posreduje prototip novega produkta, ki še ni 
bil dan na trg in ni zaščiten s pravicami intelektualne lastnine. Namen sklenitve pogodbe o 
poslovni skrivnosti je v tem primeru testiranje funkcionalnosti produkta s strani prejemne 
stranke za sprejetje odločitve o licenciranju. Navedeno pomeni, da prejemna stranka ne sme 
izvesti t.i. obratnega inženiringa z namenom seznaniti se s tehnologijo in jo uporabiti za svoje 
koristi. Bolj konkretno kot je opredeljen namen razkritja poslovnih skrivnosti, bolj je olajšana 
                                                          
32 European IPR Helpdesk, Non-Disclosure Agreement: a business tool, European Union, 2018, str. 2 - 3 (online); URL: 
<http://www.iprhelpdesk.eu/sites/default/files/newsdocuments/Fact-Sheet-Non-Disclosure-Agreement-EN.pdf> 
(08.09.2019).  
33 Abe, L. K., Negotiating and drafting IT agreements Confidentiality agreements, 2006, str. 3 – 6. 
34 Pogodbena stranka, ki poslovne skrivnosti razkriva. 
35 Pogodbena stranka, kateri so poslovne skrivnosti razkrite. 
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kasnejša presoja ali sta bila uporaba in razpolaganje s poslovnimi skrivnostmi znotraj 
dogovorjenega okvira ali ne.36  
Ključna vprašanja na katera si morajo podjetja v tem delu odgovoriti so predvsem: 
 ali je za uresničitev namena pogodbe ključno razkritje poslovnih skrivnosti, 
 katera izmed strank mora za uresničitev namena pogodbe razkriti poslovne skrivnosti, in 
 katere so prednosti in slabosti razkritja poslovnih skrivnosti.37 
 
3.2.2. Pogodbene stranke 
 
Pred odločitvijo za sklenitev pogodbe o nerazkrivanju poslovnih skrivnosti je potrebno dobro 
premisliti o tem komu bodo slednje razkrite. Običajno pride do razkritja zelo pomembnih 
informacij zato je ustrezna izbira sopogodbenika zelo pomembna.38 Pogodba o nerazkrivanju 
poslovnih skrivnosti je sklenjena med vsaj dvema strankama, pri čemer je vsaj ena od 
pogodbenih strank posredovalna in vsaj ena prejemna stranka. Slednje se v pogodbi natančno 
identificirajo z navedbo firme, naslovom sedeža, identifikacijsko številko ter zakonitimi 
zastopniki.  
Pogoste so v pogodbi vsebovane, ki navajajo, da se poslovne skrivnosti razkrivajo prejemni 
stranki in/ali njenim povezanim družbam39.  V tem primeru je smiselno vnaprej definirati 
katerim povezanim družbam in s kakšnim namenom bodo poslovne informacije razkrite.40  
Ključna vprašanja na katera si morajo podjetja v tem delu odgovoriti so predvsem ali: 
 ali je bil preverjen sopogodbenikov ugled glede ravnanja s poslovnimi skrivnostmi, 
 so firma in ostali sopogodbenika pravilni, 
 so firma in ostali podatki morebitnih povezanih oseb sopogodbenika pravilni, in 
 imajo podpisniki sopogodbenika pravico skleniti pogodbo o nerazkrivanju poslovnih 
skrivnosti.41 
                                                          
36 European IPR Helpdesk, Non-Disclosure Agreement: a business tool, European Union, 2018, str. 4 (online); URL: 
<http://www.iprhelpdesk.eu/sites/default/files/newsdocuments/Fact-Sheet-Non-Disclosure-Agreement-EN.pdf> 
(08.09.2019). 
37 Knowledge Transfer Ireland, KTI Practical Guide – Confidentiality Agreements, str. 7 – 8 (online); URL: 
<https://www.knowledgetransferireland.com/Model-Agreements/Practical-Guides/KTI-Practical-Guide-to-Confidentiality-
Agreements.pdf> (08.09.2019). 
38 Squire, N., Thomas, S., Westwell, T., Drafting confidentiality agreements: the DNA of and NDA, Practical Law UK Articles 
– Thomson Reuters, 2013, ID: 9-536-5387, str. 10 – 11 (online); URL: <https://uk.practicallaw.thomsonreuters.com/9-536-
5387> (08.09.2019). 
39 Definicija povezanih družb je vsebovana v 527. člen ZGD-1. 
40 Abe, L. K., Negotiating and drafting IT agreements Confidentiality agreements, 2006., str. 3 – 6. 






3.2.3. Opredelitev poslovne skrivnosti 
 
Opredelitev poslovne skrivnosti je najpogostejša definicija, ki jo vsebuje praktično vsaka 
pogodba o nerazkrivanju poslovnih skrivnosti. Vrsta in tip informacij, ki predstavljajo poslovno 
skrivnost so lahko različne, zato so definicije običajno zastavljene zelo splošno, na način, da 
vsebujejo podatke in informacije poslovne, komercialne, finančne in tehnične narave, ne glede 
na obliko (materialna ali nematerialna) in medij v katerem so vsebovane. Pogosto je določeno, 
da se tudi informacije, ki so podane ustno štejejo za poslovne skrivnosti. V tem primeru je 
smiselno poskrbeti, da se za namene dokazovanja tovrstna razkritja ustrezno dokumentirajo. 
Zaradi pomembne ekonomske oziroma tržne vrednost je pomembno, da podjetje ohrani nadzor 
nad poslovnimi skrivnostmi, ki jih je razkrilo. Posledično splošna definicija poslovnih 
skrivnosti ne bo predstavljala najboljše rešitve za nobeno od pogodbenih strank in je posledično 
npr. v prilogi k pogodbi smiselno navesti katere so tiste informacije, ki se bodo razkrivale na 
podlagi pogodbe. Na ta način lahko obe pogodbeni stranki poskrbita za ustrezen nadzor in 
varstvo razkritih informacij.42  
Ključni vprašanji na katera si morajo podjetja v tem delu odgovoriti sta predvsem ali: 
 katere so informacije, ki jih je nujno razkriti zaradi uresničitve namena pogodbe o 
nerazkrivanju poslovne skrivnosti, in 
 je definicija poslovnih skrivnosti v pogodbi ustrezna glede na nabor informacij, ki bodo 
razkrite.43 
 
3.2.4. Izključene informacije 
 
Pogoste so klavzule, ki vsebujejo izključene informacije. Gre za informacije, ki so lahko enake 
razkritim poslovnim skrivnostim pa zanje ne bo veljala obveza zaupnosti s strani prejemne 
stranke, ker so bile pridobljene na drugem, zakonitem temelju. Običajno so tovrstne izjeme 
sledeče: 
                                                          
42 European IPR Helpdesk, Non-Disclosure Agreement: a business tool, European Union, 2018, str. 3 (online); URL: 
<http://www.iprhelpdesk.eu/sites/default/files/newsdocuments/Fact-Sheet-Non-Disclosure-Agreement-EN.pdf> 
(08.09.2019). 





 informacije, ki so bile prejemni stranki znane še preden jih je prejela s strani posredovalne 
stranke, 
 informacije, ki so bile javno dostopne še preden jih je prejela s strani posredovalne stranke, 
 informacije, ki so ali postanejo javno dostopne, ne da bi šlo za storitev in/ali opustitev, ki 
bi pomenila kršitev sklenjene pogodbe o nerazkrivanju poslovnih skrivnosti, 
 informacije, ki jih je prejemna stranka razvila in/ali pridobila neodvisno od posredovalne 
stranke, pri čemer te informacije ne izhajajo iz druge informacije, ki štejejo kot poslovna 
skrivnost v skladu s sklenjeno pogodbo o nerazkrivanju poslovnih skrivnosti, 
 informacije, ki se morajo razkriti na podlagi odločbe sodnega in/ali drugega državnega 
organa v skladu z relevantnimi zakoni in drugimi pravnimi predpisi, 
 informacije, ki jih prejemna stranka na podlagi pisnega pooblastila posredovalne stranke 
lahko posreduje tretji osebi, in 
 informacije, ki jih je prejemna stranka prejela od tretje osebe, ki pri posredovanju le-teh, ni 
kršila nobenih lastnih obveznosti in/ali pogodb o nerazkrivanju poslovnih skrivnosti in/ali 
drugih pogodb, oziroma je tretja oseba ob razkritju informacij prejemni stranki izkazala, da 





3.2.5. Obveznost varovanja zaupnosti 
 
Poslovne skrivnosti so razkrite v zameno za »obljubo zaupnosti«.45 Pogodbe o nerazkrivanju 
poslovnih skrivnosti vsebujejo določbe v zvezi z obveznostjo zagotavljanja zaupnosti s strani 
prejemne stranke. Potrebno je natančno opredeliti komu so lahko prejete poslovne skrivnosti za 
izvedbo namena pogodbe razkrite, npr. zaposlenim, zunanjim svetovalcem, itd. Za ohranitev 
nadzora in zmanjšanje tveganja se pogosto, npr. v prilogi k pogodbi, določi seznam oseb na 
strani prejemne in posredovalne stranke, ki v skladu z namenom pogodbe lahko dostopajo do 
poslovnih skrivnosti. Kljub temu osnutki pogodb pogosto vsebujejo t.i. »mora vedeti«46 
klavzulo s katero je poudarjeno, da so lahko poslovne skrivnosti razkrite samo osebam, katerih 
                                                          
44 Kowalski, S. P., Krattiger, A., Confidentiality Agreements : A basis for Partnership, 2007, (online); URL: 
<http://www.iphandbook.org/handbook/ch07/p02/> (08092019). 
45 Prav tam. 
46 Angleško: »need-to-know«.  
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razkritje je ključno za uresničevanje namena.47 V nekaterih primerih so prejemne stranke 
obvezane razkriti prejete informacije na podlagi zakona. Za tovrstne primere so običajne 
klavzule, ki določajo, da mora biti posredovalna stranka o tovrstnih zahtevah nemudoma 
obveščena in da mora zagotoviti oziroma sodelovati s posredovalno stranko, da se zagotovi 
razkritje minimalnega obsega informacij.48 
Ključni vprašanji na katera si morajo podjetja v tem delu odgovoriti sta predvsem: 
 katere osebe morajo biti za uresničitev namena razkritja poslovnih skrivnosti seznanjena z 
vsebino in udeležena v postopku razkritja, in 
 na kakšen način lahko osebe, ki so upravičene do dostopanja in razpolaganja, uporabljajo 
poslovne skrivnosti.49 
 
3.2.6. Odgovornost za kršitve in pogodbena kazen 
 
Večina nacionalnih zakonodaj vsaj na načelni ravni zagotavlja možnost povrnitve škode na 
podlagi pravil civilnega, pogodbenega prava oziroma drugega istovrstnega instituta v t.i. 
anglosaških pravnih sistemih. Kljub temu pa se je izkazalo, da je v praksi izjemno težko 
dokazati višino škode nastalo kot posledica razkritja poslovnih skrivnosti. Prav tako je za 
posledice ob razkritju značilno, da je njihov učinek viden šele po določenem času kar še dodatno 
otežuje dokazovanje vzročne zveze. Zaradi navedenega se kot primeren institut za učinkovito 
sanacijo morebitnih kršitev v zvezi z nezakonitim razkritjem poslovnih skrivnosti pogosto 
uporablja pogodbena kazen.50 V Republiki Sloveniji je institut pogodbene kazni urejen v OZ, 
ki zahteva izrecni vnaprejšnji dogovor v pogodbi kot pogoj veljavnosti.51 V zvezi s pogodbeno 
kaznijo sta v teoriji izpostavljeni predvsem dve prednosti: 
 za razliko od klasične odškodninske odgovornosti je za uveljavitev pogodbene kazni 
potrebno izkazati, da je kršitev nastala v domeni druge pogodbene stranke ne pa tudi škode 
oziroma višine dejanske škode, in 
                                                          
47 European IPR Helpdesk, Non-Disclosure Agreement: a business tool, European Union, 2018, str. 4 – 5 (online); URL: 
<http://www.iprhelpdesk.eu/sites/default/files/newsdocuments/Fact-Sheet-Non-Disclosure-Agreement-EN.pdf> 
(08.09.2019). 
48 Kowalski, S. P., Krattiger, A., Confidentiality Agreements : A basis for Partnership, 2007, (online); URL: 
<http://www.iphandbook.org/handbook/ch07/p02/> (08092019). 
49 Knowledge Transfer Ireland, KTI Practical Guide – Confidentiality Agreements, str. 7 – 8 (online); URL: 
<https://www.knowledgetransferireland.com/Model-Agreements/Practical-Guides/KTI-Practical-Guide-to-Confidentiality-
Agreements.pdf> (08.09.2019). 
50 Feguš, P., Pogodba o nerazkrivanju poslovne skrivnosti – NDA, 2019, (online); URL: <http://fegus.si/pogodba-o-
nerazkrivanju-poslovne-skrivnosti-nda/#> (08.09.2019). 
51 247. člen OZ. 
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 kaznovalni element pogodbene kazni utrjuje pogodbene obveznosti in povečuje možnost 
izpolnitve.52 
Ne glede na izpostavljene prednosti instituta pogodbene kazni pa velja biti pri uporabi slednje 
previden, še posebej pri poslovanju s podjetji v jurisdikcijah s t.i. anglosaško pravno tradicijo53. 
V slednjih po večini institut pogodbene kazni zaradi vsebovanega kaznovalnega elementa 
pogosto ni veljaven oziroma ni izvršljiv.54 
 
3.2.7. Časovna veljavnost pogodbe in obveznosti po prenehanju 
 
Pogodbe o nerazkrivanju poslovne skrivnosti običajno opredeljujejo določbo o trajanju njenega 
izvajanja. Običajno bo obdobje razkrivanja in uporabe poslovnih skrivnosti odvisno od namena 
zaradi katerega je pogodba sklenjena. Lahko je veljavnost pogodbe opredeljena določeno 
časovno obdobje, nato pa je dodana tudi določba, da obveznost varovanja zaupnosti poslovnih 
skrivnosti velja še določene obdobje po formalnem izteku pogodbe. Glede na vsebino poslovne 
skrivnosti je lahko primerno, da je obveznost varovanja poslovnih skrivnosti trajna, oziroma 
dokler ima informacija status poslovne skrivnosti.55 Po prenehanju je prejemna stranka dolžna 
bodisi vrniti vse poslovne skrivnosti (ter morebitne kopije) oziroma jih na zahtevo posredovalne 
stranke trajno uničiti in po potrebi izdati tudi pisno potrdilo vrnitve oziroma trajnem uničenju 
vseh dokumentov, ki vsebujejo poslovno skrivnost oziroma so nastali na njihovi podlagi.56 
 
3.2.8. Izbira prava in sodne pristojnosti 
 
Izbira prava in sodne pristojnosti je lahko pomemben element v primeru mednarodnopravnega 
poslovanja, ko pogodbeni stranki ne poslujeta po pravu iste države. Pravna ureditev varstva 
poslovne skrivnosti in možna postopanja so po državah pogosto urejena različno. Pri izbiri 
prava in podrobnosti je potrebno upoštevati razlike v zvezi s pravnim varstvom poslovne 
                                                          
52 Drev, A, Materialnopravni in procesni vidiki pogodbene kazni, Podjetje in delo, št. 1, 2012, str. 77 – 78.  
53 Angleško: Common law. 
54 Hatzis, A., N., Having the ake and eating it too: Efficient penalty clauses in common and civil contract law, International 
review of law and economics, VOL 22, 2003, str. 381 – 383. 
55 Feguš, P., Pogodba o nerazkrivanju poslovne skrivnosti – NDA, 2019, (online); URL: <http://fegus.si/pogodba-o-
nerazkrivanju-poslovne-skrivnosti-nda/#> (08.09.2019). 
56 Squire, N., Thomas, S., Westwell, T., Drafting confidentiality agreements: the DNA of and NDA, Practical Law UK Articles 




skrivnosti v primerjavi z domačo ureditvijo ter skladnost določb pogodbe o nerazkrivanju 
poslovnih informacij z izbranim pravom.57   
 
3.2.9. Druge določbe 
 
Poleg zgoraj navedenih elementov pogodbe o nerazkrivanju poslovnih skrivnosti pogosto 
vsebujejo še druge določbe (npr. končne določbe, itd.). Ena izmed bolj praktičnih in 
priporočljivih je določba v zvezi z izvajanjem potrebnih varnostnih ukrepov. Pogosto so v 
pogodbah vsebovane klavzule, da mora prejemna stranka ravnati s prejetimi poslovnimi 
skrivnostmi z enako stopnjo skrbnosti kot ravna s svojimi poslovnimi skrivnostmi. Kljub temu 
pa je za zagotovitev višje ravni varstva smiselno določiti tudi konkretne varnostne ukrepe, ki 
morajo biti izvajani v času veljavnosti pogodbe, kot npr.: 
 dokumente oziroma druge medije, ki vsebujejo razkrite poslovne skrivnosti je potrebno 
hraniti v za to določenih (zaklenjenih) prostorih, 
 do dokumentov oziroma drugih medijev, ki vsebujejo razkrite poslovne skrivnosti lahko 
dostopajo le za to pooblaščene osebe, 
 kopiranje dokumentov oziroma drugih medijev, ki vsebujejo razkrite poslovne skrivnosti je 
prepovedano kopirati v kolikor ni to nujno potrebno za zagotovitev namena razkritja, 
 vsako dostopanje do dokumentov oziroma drugih medijev, ki vsebujejo razkrite poslovne 
skrivnosti mora biti dokumentirano, 
 informacijski dostop do dokumentov oziroma drugih medijev, ki vsebujejo razkrite 
poslovne skrivnosti mora biti varovan z ustreznimi zaščitnimi sredstvi, kot so geslo, požarni 
zid, antivirusna zaščita, itd., in 
 dokumente oziroma druge medije, ki vsebujejo razkrite poslovne skrivnosti je potrebno 
označiti z »ZAUPNO«. 
Zgornji nabor varnostnih ukrepov je naštet primeroma, v vsakem primeru pa ga je potrebno 
prilagoditi glede na okoliščine primera.58  
 
3.3. Tveganja povezana s sklenitvijo pogodbe o nerazkrivanju poslovnih skrivnosti 
 
                                                          
57 European IPR Helpdesk, Non-Disclosure Agreement: a business tool, European Union, 2018, str. 5 (online); URL: 
<http://www.iprhelpdesk.eu/sites/default/files/newsdocuments/Fact-Sheet-Non-Disclosure-Agreement-EN.pdf> 
(08.09.2019).  
58 Prav tam. 
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Tveganja v zvezi s sklenitvijo pogodbe o nerazkrivanju poslovnih skrivnosti obstajajo tako na 
strani posredovalne, kot tudi prejemne stranke. Glavna tveganja posredovalne stranke so, da se 
ne razkrije preveč in da razkritje poslovnih skrivnosti tretji osebi lahko rezultira v 
nepooblaščenem razkritju poslovnih skrivnosti javnosti in izgubi možnosti za kasnejšo zaščito 
s pravicami intelektualne lastnine in poslabšanje položaja na trgu s krepitvijo konkurence. 
Prejemna stranka mora na eni strani paziti, da prejme relevantne informacije za izpolnitev 
namena pogodbe, na drugi strani pa da ne prejme več informacij kot jih potrebuje, saj bi jo to 
lahko omejevalo pri lastni inovativnosti. Več in bolj občutljive informacije, kot jih dobi več 
sredstev je potrebnih in večjim tveganjem je izpostavljena za njihovo zaščito.59  
 
Zgornja tveganja obstajajo pri vsakem razkritju poslovnih skrivnosti, kljub temu pa jih lahko 
podjetja minimizirajo na način, da zagotovijo razkritje zgolj tiste informacije, ki so za 
zagotovitev namena nujno potrebe. Navedeno je moč doseči z dogovorom o t.i. večkratnem 
oziroma postopnem razkritju, ki pogodbenim strankam omogoča boljšo sprotno oceno o potrebi 
po razkritju dodatnih informacij. Da bi lahko stranki resnično zagotovili ustrezno skrbnost 
razkritja in uporabe poslovnih skrivnosti morata implementirati še druge ukrepe.60 
 
Sklenitev pogodbe o nerazkrivanju poslovnih skrivnosti je zagotovo eden izmed primernih 
korakov pri razkritju poslovnih skrivnosti tretjim osebam saj pogosto pripomore predvsem, da: 
 omogoča posredovalni stranki razumeti katere poslovne skrivnosti mora razkriti in kakšni 
ukrepi bodo glede na nabor poslovnih skrivnosti potrebni za zagotovitev zaščite, 
 zaveže prejemno stranko k varovanju zaupnosti poslovnih skrivnosti in definira zakonito 
uporabo poslovnih skrivnosti s strani prejemne stranke, in 
 pripomore pri dokazovanju primerne ravni skrbnosti posredovalne stranke in obveznosti 
prejemne stranke v primeru nepooblaščenega razkritja poslovnih skrivnosti.61 
 
 
3.4. Najpogostejše napake pogodb o nerazkrivanju poslovnih skrivnosti v praksi  
 
                                                          
59 Abe, L. K., Negotiating and drafting IT agreements Confidentiality agreements, 2006, str. 2 – 3. 
60 Bird & Bird, Protecting confidential information: overview, Practical Law UK Articles – Thomson Reuters, 2018, ID: 8-
384-4456, str. 15 – 16 (online); URL: <https://uk.practicallaw.thomsonreuters.com/8-384-4456> (08.09.2019). 
61 Li, B., State secrets, trade secrets and confidentiality: China, Practical Law UK Articles – Thomson Reuters, 2018, ID: 1-
539-7306, str. 10 - 11 (online); URL: <https://uk.practicallaw.thomsonreuters.com/1-539-7306> (08.09.2019). 
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Podobno kot pri ostalih vrstah pogodb, pogodbene stranke pri pripravi pogodbe o nerazkrivanju 
poslovnih skrivnosti niso popolnoma svobodne. Pri tem je potrebno upoštevati splošna pravna 
načela in kogentna zakonska pravila od katerih stranke ne smejo odstopati (npr. načelo vestnosti 
in poštenja, prepoved zlorabe pravic, prepoved povzročanja škode, itd. v slovenski 
zakonodaji)62. Tudi, če je pogodba v skladu z zakonodajo mora biti za dosego svojega namena 
pripravljena skrbno, sicer je sama sebi namen in ne nudi učinkovitega varstva pred 
nepooblaščeno uporabo in zlorabo razkritih poslovnih skrivnosti. V prejšnjem poglavju so bili 
predstavljeni elementi poslovnih skrivnosti, v nadaljevanju pa bodo obravnavane nekatere 
najpogostejše napake v praksi, ko zgornje prakse niso upoštevane. 
 
3.4.1. Namen razkritja ni natančno opredeljen 
 
Jasna opredelitev namena razkritja je ključna komponenta vsake pogodbe o nerazkrivanju 
poslovnih skrivnosti saj izraža voljo pogodbenih strank. Skozi namen razkritja se ob domnevni 
nepooblaščeni uporabi oziroma zlorabi poslovnih skrivnosti presoja tudi ali je prejemna stranka 
res kršila določila pogodbe.63   
 
3.4.2. Definicija poslovnih skrivnosti je preveč splošna 
 
Imetniki poslovnih skrivnosti v okviru priprave pogodbe o nerazkrivanju poslovnih skrivnosti 
težijo k čim širši definiciji le-teh. Pri tem pogosto izhajajo iz tega, da je s pogodbo zaščitena 
vrsta različnih informacij, dokumentov, itd., ki bi lahko predstavljale poslovno skrivnost. V 
primeru kršitve pogodbe morajo domnevni oškodovanci med drugim izkazati katera poslovna 
skrivnost je predmet kršitve in potrditi tudi ustrezen nivo skrbnosti razpolaganja. Zaradi 
navedenega poslovne skrivnosti ne bi smele biti definirane preširoko, in se je priporočljivo 
držati pravila "manj je več".64 
 
3.4.3. Predmet razkritja so informacije, dokumenti, itd., ki niso zaupne 
 
                                                          
62 5., 7. in 8. člen OZ. 
63 Squire, N., Thomas, S., Westwell, T., Drafting confidentiality agreements: the DNA of and NDA, Practical Law UK Articles 
– Thomson Reuters, 2013, ID: 9-536-5387, (online); URL: <https://uk.practicallaw.thomsonreuters.com/9-536-5387> 
(08.09.2019). in Koh, Aileene, 11 Mistakes That Could Invalidate Your NDA, 2019 (online); URL: 
<https://www.everynda.com/blog/11-ways-invalidate-nda/>. 
64 Prav tam. 
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Predmet razkritja pogodbe o nerazkrivanju poslovni skrivnosti so lahko zgolj informacije, ki so 
za imetnika pomembne in zaupne. Posledično je v interesu imetnika, da zaupne tudi ostanejo. 
V kolikor je določena informacija znana večjemu številu ljudi ne uživa pravnega varstva kot 
poslovna skrivnost saj ne vsebuje potrebnih elementov.65 
 
3.4.4. Razkritja pred sklenitvijo pogodbe o nerazkrivanju poslovnih skrivnosti 
 
Varstvo poslovnih skrivnosti je sicer, kot bo prikazano v nadaljevanju, pod določenimi pogoji 
običajno podano že po zakonu in v večini jurisdikcij pogoj za varstvo izrecno ni sklenitev 
pogodbe o nerazkrivanju poslovnih skrivnosti. Ne glede na navedeno, pa morajo imetniki za 
pravno varstvo izkazati določeno skrbnost ravnanja, obvestiti partnerje, da gre za poslovno 
skrivnost, itd. Zaradi navedenega je smiselno pogodbo o varstvu poslovnih skrivnosti skleniti 
pred dejanskim razkritjem in na ta način določiti relevantne pravice in obveznosti.66  
 
3.4.5. Pomanjkljivo izvajanje pogodbe v praksi 
 
V praksi pogosto pride do tega, da imetniki poslovnih skrivnosti pred razkritjem le-teh s 
prejemno stranko sklenejo pogodbo o nerazkrivanju poslovnih skrivnosti, pri čemer na papirju 
natančno opredelijo potrebne elemente, katerih v praksi ne izvajajo (npr. v pogodbi je pri 
prejemni stranki določena kontaktna oseba za prejem poslovnih skrivnosti, predstavniki 
imetnika pa jih delijo tudi drugim osebam). Spoštovanje pogodbenih določil pripomore k 





Pri pripravi pogodbe o nerazkrivanju poslovnih skrivnosti je potrebno biti previden ter 
predvsem temeljit, sicer pogodba ne bo služila svojemu namenu. To ne pomeni, da sklenitev 
pogodbe o nerazkrivanju poslovnih skrivnosti ni smiselno saj lahko dobra zastavljena pogodba 
z jasno opredelitvijo pravic in obveznosti pogodbenih strank ter dovoljenih ravnanj v zvezi s 
                                                          
65 Prav tam. 
66 Prav tam. 
67 Prav tam. 
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poslovnimi skrivnostmi pripomore k zaščiti poslovnih skrivnosti.68 Kljub dobro pripravljeni 
pogodbi o nerazkrivanju poslovnih skrivnosti, pa je v primeru morebitnih kršitev za zaščito 
pravnih interesov imetnikov slednjim potrebno zagotoviti tudi učinkovito zakonodajo in pravna 
sredstva. Raziskava pripravljena za Evropsko Komisijo je potrdila, da je neučinkovitost in 
neenotnost zakonodaje v državah članicah EU eden glavnih razlogov, da se je veliko podjetij 
izogibalo čezmejnemu razkritju poslovnih skrivnosti za namene raziskav in razvoja.69 Več o 
tem bo predstavljeno v nadaljevanju. 
 
  
                                                          
68 McManis Faulkner, The Not-So-Powerful Non-Disclosure Agreement (NDA), 2019 (online); URL: 
<https://www.jdsupra.com/legalnews/the-not-so-powerful-non-disclosure-72447/>. 
69 European Commission, Protection against the unlawful acquisition of undisclosed know-how and business information (trade 
secrets) – frequently asked questions, 2013 (online); URL: <https://europa.eu/rapid/press-release_MEMO-13-1061_en.htm>.  
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4. PRAVNA UREDITEV POSLOVNE SKRIVNOSTI PRED SPREJETJEM 
DIREKTIVE (EU) 2016/943 
 
4.1. Pravno varstvo nerazkritih informacij v Sporazumu o trgovinskih vidikih pravic 
intelektualne lastnine70 
 
Sporazum o trgovinskih vidikih pravic intelektualne lastnine71 (v nadaljevanju: Sporazum 
TRIPS) vsebuje določbe72 o varstvu t.i. nerazkritih informacij. Pri tem določa, da morajo države 
članice zagotoviti varstvo nerazkritih informacij na način, da je tretjim osebam onemogočena 
zloraba.73 Sporazumu Trips je zavezujoč tudi EU.  
 
Da bi lahko podjetja preprečile uporabo nerazkritih informacij, ki ni v skladu s poštenimi 
poslovnimi praksami ter uporabile varstvo mora informacija izpolnjevati sledeče pogoje: 
 informacija predstavlja skrivnost, v smislu, da ni splošno znana oziroma dostopna osebam, 
iz področja na katerega se informacija nanaša, 
 ima ekonomsko vrednost zaradi tega, ker je skrivnost, in 
 je tretja oseba, ki je informacijo pridobila na zakonit način, izvršila razumne ukrepe zato, 
da informacija ostane zaupna. 74 
 
Države pristopnice k Sporazumu TRIPS lahko določijo izjeme od obveznosti obveze varstva 
zaščite nerazkritih informacij za primere varovanja javnosti oziroma v primeru odsotnosti 
razumnih ukrepov s strani imetnikov informacij za preprečitev zlorab.75 Določeno je še, da 
dejanja nasprotna poštenim poslovnim praksam vključujejo, brez omejitve: 
 kršitve pogodbenih obveznosti, 
 kršitev zaupanja in spodbujanja h kršitvi, in 
                                                          
70 Gre za dokument sprejet s strani Svetovne trgovinske organizacije, ustavljene z Marakeškim sporazumom leta 1995. 
Trenutno ima organizacija 153 držav članic, vključno z vsemi državami Evropske Unije in tudi Evropsko unijo samo, njena 
osnovna funkcija pa je ureditev transparentnega sistema in pravil mednarodnega trgovanja med članicami. 
71 Agreement on Trade-Related Aspects of Intellectual Property Rights, Apr. 15, 1994, Marrakesh Agreement Establishing the 
World Trade Organization, Annex 1C, 1869 U.N.T.S. 299, 33 I.L.M. 1197 (1994). 
72 39. člen Sporazuma TRIPS. 
73 Prav tam. 
74 Prav tam. 
75 Prav tam. 
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 nepoštena pridobitev nerazkritih informacij s strani tretjih oseb, ki so vedele oziroma bi 
morale vedeti, da je pridobitev nepoštena.76 
 
Sporazum TRIPS je bil do sprejetja Direktive (EU) 2016/943 edini dokument, ki na mednarodni 
ravni določa minimalne standarde v zvezi z zaščito poslovnih skrivnosti, pri tem pa zagotavlja 
relativno ohlapno obvezo in možnost svobode držav članic pri zagotovitvi pravne ureditve 
zadevnega področja. Pri tem obravnava nerazkritih informacij v Sporazumu TRIPS implicira, 
da so poslovne skrivnosti ena od vrst pravic intelektualne lastnine (kar ni praksa v večini 
državnih ureditev).77 Države bile na tej podlagi so sicer zavezane k ureditvi varstva poslovne 
skrivnosti v svojih zakonodajah, vendar marsikatera država zaveze ni izpolnila v celoti.78  
 
4.2. Pregled pravne ureditve varstva poslovne skrivnosti v državah članicah EU pred 
sprejetjem Direktive (EU) 2016/943 
 
Kljub razlikovanju pravnih temeljev je študija pokazala, da vse države EU zagotavljajo pravno 
varstvo poslovnih skrivnosti. Primeri informacij, ki so lahko obravnavana kot poslovna 
skrivnost so79: seznami kupcev oziroma poslovnih partnerjev (več informacij, kot jih seznam 
vsebuje, bolj je verjetno, da bo seznam tretiran kot poslovna skrivnost); tehnični načrti, risbe, 
skice, itd.; informacije o poslovnih strategijah, metodah, itd.; stroškovne in cenovne politike; 
informacije o raziskavah in razvoju; izvorna koda programske opreme; tehnološki proces 
proizvodnje; negativne informacije (npr. tehnične proces za katere je bilo ugotovljeno, da ne 
deluje); prototipi, formule in recepti; in genski material. Število sodnih primerov v zvezi z 
varstvom poslovnih skrivnosti se v EU hitro povečuje, kar kaže na večjo zavedanost 
pomembnosti poslovnih skrivnosti podjetij na drugi strani pa potrjuje razširjenost problema 
zlorab zaupnih informacij s strani (bivših) zaposlenih in konkurentov.80 
 
                                                          
76 Opomba 10 Sporazuma TRIPS. 
77 Hogan Lovells Internationall LLP, Study on Trade Secrets and Parasitic Copying (Look-alikes) MARKT/2010/20/D, Report 
on Trade Secrets for the European Commission, 2013, str. 5 - 10 (online); URL: <https://publications.europa.eu/en/publication-
detail/-/publication/068c999d-06d2-4c8e-a681-a4ee2eb0e116> (08.09.2019). 
78 Primec, A.,  Vzpostavljanje zasebnih baz podatkov o gospodarskih subjektih, Podjetje in delo, 2015, št. 2, str. 379. 
79 Seznam ni izčrpen in primeroma našteva informacije, ki lahko štejejo kot poslovna skrivnost. Pri tem je potrebno poudariti, 
da je seznam skupen večini držav članic Evropske Unije, ne pa v celoti vsem. 
80 Hogan Lovells Internationall LLP, Study on Trade Secrets and Parasitic Copying (Look-alikes) MARKT/2010/20/D, Report 
on Trade Secrets for the European Commission, 2013, str. 35 - 42 (online); URL: 
<https://publications.europa.eu/en/publication-detail/-/publication/068c999d-06d2-4c8e-a681-a4ee2eb0e116> (08.09.2019).  
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Večina držav članic EU81 je v nacionalnih pravnih redih sprejela definicijo poslovne 
skrivnosti.82 Kljub temu pa tudi v primerih držav članic EU, ki v pozitivnem pravu definicije 
poslovne skrivnosti niso sprejele še vedno obstaja možnost pravnega varstva, pod pogojem da: 
 je informacija razumno varovana kot poslovna skrivnost na način, da ni splošno dostopna 
tretjim osebam, ki bi lahko z uporabo tovrstnih informacij pridobili ekonomsko korist, in 
 je imetnik informacije sprejel razumne ukrepe namenjene zagotovitvi varstva ter 
nedostopnosti tretjim osebam. 
V jurisdikcijah, ki ne definirajo pozitivno pravne definicije poslovne skrivnosti83 pristojna 
sodišča pri vprašanju ali določena informacija predstavlja poslovno skrivnost uporabljajo 
sledeče kriterije:  
 v kolikšni meri je informacija splošno znana in dostopna zunaj poslovanja imetnika 
informacije, 
 v kolikšni meri je informacija znana in dostopna zaposlenim in ostalim povezanim osebam 
imetnika informacije, 
 ukrepi, ki jih zagotavlja imetnik informacije za zagotovitev zaupnosti, 
 vrednost, ki jo ima informacija za poslovanje imetnika in njegovih konkurentov, 
 trud oziroma denarna sredstva, ki so bila s strani imetnika vložena v razvoj informacije, in 
 stopnja težavnosti s katero lahko tretje osebe dostopajo oziroma kopirajo zadevno 
informacijo.84 
Razlikovanje v definiciji in interpretacija poslovne skrivnosti v posameznih državah članicah, 
poleg razpoložljivosti pravnih sredstev, predstavlja eno od glavnih tveganj za pravno varstvo 
poslovnih skrivnosti podjetja pri poslovanju na enotnem trgu EU.85 
 
                                                          
81 Bolgarija, Češka, Estonija, Grčija, Francija, Finska, Hrvaška, Italija, Latvija, Litva, Madžarska, Malta, Nizozemska, Poljska, 
Portugalska, Romunija, Slovenija, Slovaška, Švedska. 
82 European Union Intellectual Property Office, The baseline of trade secrets litigation in the EU member states, 2018, str. 412 
– 414 (online); URL: <https://euipo.europa.eu/tunnel-
web/secure/webdav/guest/document_library/observatory/documents/reports/2018_Baseline_of_Trade_Secrets_Litigations_in
_EU_Member_States/2018_Baseline_of_Trade_Secrets_Litigations_in_EU_Member_States_EN.pdf> (08.08.2019). 
83 Po večini gre za države pod anglosaškim pravnim sistemom, predvsem Združeno kraljestvo in Republika Irska. 
84 Hogan Lovells Internationall LLP, Study on Trade Secrets and Parasitic Copying (Look-alikes) MARKT/2010/20/D, Report 
on Trade Secrets for the European Commission, 2013, str. 35 - 42 (online); URL: 
<https://publications.europa.eu/en/publication-detail/-/publication/068c999d-06d2-4c8e-a681-a4ee2eb0e116> (08.09.2019).  
85 European Union Intellectual Property Office, The baseline of trade secrets litigation in the EU member states, 2018, str. 5 - 





Tabela 186: Prikaz pravne ureditve varstva poslovne skrivnosti v državah članicah EU87 
 
 
Ugotovljeno je bilo, da je imela zgolj Švedska vprašanje varstva poslovne skrivnosti urejeno v 
ločenem zakonu. Preostale države članice EU lahko razdelimo med tiste:  
 ki v zakonodaji vsebujejo specifične pravne določbe v zvezi z varstvom poslovne skrivnosti, 
v različnih zakonih, in/ali 
 ki varstvo poslovne skrivnosti ščitijo v okviru splošnih pravnih določb in načel, in 
 ki, kot pojasnjeno zgoraj, varstva poslovne skrivnosti pozitivno pravno ne urejajo, se pa je 
slednje razvilo in se udejanja v okviru institutov, ki jih je razvila sodna praksa.  
V nekaterih državah je bila raven normativne ureditve različna in v nekaterih državah (npr. 
Malta) izrazito pomanjkljiva.88 
 
Poleg normativne ureditve je v zvezi z varstvom poslovnih skrivnosti povezana tudi 
(ne)učinkovitost sodnih postopkov, predvsem hitrostjo postopkov, kompetenc sodnikov, 
dokazovanjem ter možnostjo za ohranitev zaupnosti poslovnih skrivnosti tekom izvedbe sodnih 
postopkov. Ugotovljeno je bilo, da je dolžina sodnih postopkov po državah članicah EU 
različna, ter da je trajanje primerljivo s trajanjem sodnih postopkov v zvezi s kršitvami pravic 
intelektualne lastnine. Prav tako med državami članicami EU obstaja tudi vsebinska razlika 
                                                          
86 Baker & McKenzie – Milan, Report on Trade Secrets for the European Commission, MARKT/2011/128D, 2013, str. 23 
(online); URL: <https://ec.europa.eu/docsroom/documents/14838/attachments/1/translations/en/renditions/pdf> (08.09.2019). 
87 Tabela ne prikazuje pravne ureditve Hrvaške, ki v času priprave študije ni bila članica EU. Prav tako ne vsebuje prikaza 
pravne ureditve Slovenije, ki je bila podrobneje obravnavana v točki 3.1.  
88 Prav tam. 
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med postopki, v smislu pravnih sredstev (npr. nekatere države članice EU ne poznajo institutov 
primerljivih z začasnimi odredbami po slovenskem pravu), ki jih lahko domnevni oškodovanci 
in kršitelji uveljavijo tekom postopka varstva poslovnih skrivnosti.89 Glavni razlogi, da se 
podjetja v državah članicah EU ob zlorabi poslovnih skrivnosti s strani tretjih oseb ne odločajo 
za sprožitev sodnih postopkov so sledeči: 
 imetniki morajo dokazati, da gre v primeru razkritja informacije resnično za poslovno 
skrivnost, 
 je pravno varstvo poslovnih skrivnosti razdrobljeno v različnih pravnih predpisih oziroma 
v nekaterih državah sploh ni urejeno,  
 so napori in stroški povezani z dokazovanjem preveliki, 
 ni ustrezno urejena zaupnost poslovnih skrivnosti tekom sodnih postopkov, 
 v nekaterih državah ni na voljo specializiranih sodišč za ustrezno obravnavo primerov v 
zvezi z varstvom poslovnih skrivnosti.90 
 
Ugotovitve primerjalno pravne analize so pokazale, da v državah članicah EU ne obstaja 
harmoniziran sistem pravil za zagotovitev varstva poslovnih skrivnosti. Nekatere države članice 
EU že na statutarni ravni zagotavljajo pomanjkljivo pravno ureditev, pri večini pa je glavni 
izziv učinkovitost izvajanja pravnega varstva in udejanja skozi sodne postopke v praksi.91  
 
 
4.3. Pravna ureditev poslovne skrivnosti v slovenskem pravnem redu pred sprejetjem 
ZPosS 
 
4.3.1. Ustava Republike Slovenije 
 
                                                          
89 Hogan Lovells Internationall LLP, Study on Trade Secrets and Parasitic Copying (Look-alikes) MARKT/2010/20/D, Report 
on Trade Secrets for the European Commission, 2013, str. 35 - 42 (online); URL: 
<https://publications.europa.eu/en/publication-detail/-/publication/068c999d-06d2-4c8e-a681-a4ee2eb0e116> (08.09.2019). 
90 European Union Intellectual Property Office, The baseline of trade secrets litigation in the EU member states, 2018, str. 7 - 
8 (online); URL: <https://euipo.europa.eu/tunnel-
web/secure/webdav/guest/document_library/observatory/documents/reports/2018_Baseline_of_Trade_Secrets_Litigations_in
_EU_Member_States/2018_Baseline_of_Trade_Secrets_Litigations_in_EU_Member_States_EN.pdf> (08.08.2019). 
91 Hogan Lovells Internationall LLP, Study on Trade Secrets and Parasitic Copying (Look-alikes) MARKT/2010/20/D, Report 




Ustava Republike Slovenije (URS)92 varuje zaščito poslovnih skrivnosti v okviru 74. člena, v 
katerem ureja pravico do svobodne gospodarske pobude. V skladu s slednjo lahko podjetja 
prosto odločajo o razkritju podatkov o njihovem poslovanju, vključujoč poslovne skrivnosti. 
Ustavno varstvo poslovne skrivnosti se nanaša na varstvo poslovnih informacij, ki niso znani 
širšemu krogu ljudi in razkritje katerih oziroma uporaba s strani konkurence bi lahko podjetju 
prizadejala občutno škodo.93 
 
4.3.2. Obligacijsko pravo - Obligacijski zakonik 
 
Obligacijski zakonik (OZ)94 definicije poslovne skrivnosti ter splošne obveznosti varstva 
izrecno ne ureja, določa pa temeljna načela in pravice, ki jih je potrebno aplicirati v vseh 
obligacijskih razmerjih. V zvezi s tem določa, da so vsa ravnanja s katerim se drugemu lahko 
povzroči škoda prepovedana95. Upoštevajoč vrednost, ki jo poslovne skrivnosti predstavljajo 
za podjetje utemeljeno sklepamo, da slednjemu z nepooblaščenim razkritjem oziroma uporabo 
poslovnih skrivnosti lahko nastane škoda. OZ predpisuje96, da je povzročitelj v primeru, da ne 
dokaže da ni kriv (krivdno načelo) škodo dolžan povrniti. Škoda je definirana kot premoženjska 
oziroma materiala škoda (navadna škoda in izgubljeni dobiček) in/ali nepremoženjska oziroma 
nematerialna škoda, ki nastane kot posledica povzročitev telesnih ali duševnih bolečin ali strahu 
ter okrnitev ugleda podjetja.97 Dodatno OZ ureja obveznosti v zvezi z varstvom zaupnosti v 
okviru licenčne pogodbe98, agencijske pogodbe99 ter posredniške pogodbe.100  
 
4.3.3. Korporacijsko pravo - Zakon o gospodarskih družbah 
 
Zakon o gospodarskih družbah (ZGD-1)101 je do sprejetja ZPosS  v zvezi z definicijo poslovne 
skrivnosti določal subjektivno in objektivno merilo. S subjektivnim merilom je omogočal 
podjetjem polje proste presoje pri opredelitvi svojih poslovnih skrivnosti. Obenem je z 
objektivnim merilom pustil manevrski prostor za primere najbolj ključnih informacij za 
                                                          
92 Ur. l. RS,  št. 33/91-I. 
93 Odločba US RS, št. U-I-201/14, U-I-202/14. z dne 19. februarja 2015. 
94 Ur. l. RS, št. 64/16. 
95 10. člen OZ. 
96 131. in 132. člen OZ. 
97 Šinkovec, J., in Tratar B., Obligacijski zakonik : s komentarjem in sodno prakso, Lesce: Oziris, 2001, str. 127 - 134. 
98 715. člen OZ. 
99 817. člen OZ. 
100 844. člen OZ. 
101 Ur. l. RS, št. 65/09. 
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poslovanje dotičnega podjetja tudi v primerih, ko slednji niso bili opredeljeni s sklepom v pisni 
obliki. Interpretacija pisnega sklepa je široka, kar pomeni da je lahko pogoj izpolnjen tudi z 
definiranjem poslovne skrivnosti v obliki splošnih internih aktov podjetja, je pa pomembno 
izpostaviti, da pogoj pisne oblike ni možno izpolniti s povratno veljavnostjo temveč z 
veljavnostjo za naprej. Glavni elementi takega sklepa so običajno: 
 predmet varovanja v smislu opredelitve relevantnih podatkov, 
 osebe zadolžene za varstvo ter način varstva, 
 pravila razpolaganja oziroma razkrivanja, in 
 odgovornost oseb, ki so zadolžene za varstvo.102 
 
Poleg pogoja določitve s pisnim sklepom, mora podjetje v skladu s subjektivnim merilom 
podatek, ki je varovan kot poslovna skrivnost tudi razkriti osebam, ki jo morajo varovati.  
Obenem mora biti podatek oziroma uporaba podatka s strani podjetja103 znana le omejenemu 
krogu ljudi. V primeru, da z vedenjem o podatku razpolaga širši krog ljudi ni izpolnjena 
komponenta t.i. »skrivnostnosti«, kar je bilo potrjeno tudi v sodni praksi.104  
 
Za razliko od subjektivnega merila je v skladu z objektivnim merilom ZGD-1 določal, da se 
podatki, v primeru da bi podjetju nastala občutna škoda v primeru nepooblaščenega razkritja 
oziroma uporabe, štejejo kot poslovna skrivnost  kljub odsotnosti razglasitve s pisnim sklepom. 
Bistvena elementa objektivnega merila sta: 
 nastanek oziroma verjetnost nastanka »občutne« škode in 
 kršiteljevo vedenje oziroma obveznost vedenja za možnost nastanka občutne škode. 
Pri vsakem primeru posebej je potrebno opredeliti okoliščine, upoštevajoč predvsem oceno 
nastale škode oziroma predvideno oceno potencialne škode na eni ter položaj oziroma druga 
relevantna dejstva na strani kršitelja.105 
 
Poslovno skrivnost razumemo kot podatek, ki bi v primeru nepooblaščenega razkritja oziroma 
uporabe s strani konkurence lahko poslabšal položaj podjetja na trgu. V kolikor podatek ne 
predstavlja konkurenčne prednosti podjetja, se le-ta ne more šteti kot poslovna skrivnost, kar je 
                                                          
102 Kocbek, M., in ostali, Veliki komentar Zakona o gospodarskih družbah, druga dopolnjena izd. z novelami ZGD-1A do 
ZGD-1H, 1. knjiga, 1. natis. - Ljubljana : IUS Software, GV založba, 2014, str. 213 – 220. 
103 Podatek je lahko poznan širšemu krogu ljudi, skrivnost pa je npr. zgolj dejstvo, da ga podjetje uporablja za namene svojega 
poslovanja. 
104 Sodba VIII Ips 211/2012 z dne 02. septembra 2013.   
105 Kocbek, M., in ostali, Veliki komentar Zakona o gospodarskih družbah, druga dopolnjena izd. z novelami ZGD-1A do 
ZGD-1H, 1. knjiga, 1. natis. - Ljubljana : IUS Software, GV založba, 2014, str. 214 – 218. 
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potrdilo tudi Vrhovno sodišče Republike Slovenije.106 ZGD-1 ni določal ničesar glede časovne 
komponente, kar je v skladu s tem, da je krog konkurenčnih prednosti, ki so lahko varovani kot 
poslovna skrivnost zelo širok in odprt.107  
 
V zvezi z varstvom poslovnih skrivnosti je ZGD-1108 določal, da podjetje v pisnem sklepu 
opredeli način varovanja ter odgovornost oseb, ki morajo poslovno skrivnost varovati.  Ne glede 
na to so dolžne poslovne skrivnosti varovati tudi zunanje osebe v kolikor jim je poslovna 
skrivnost znana oziroma bi lahko glede na okoliščine utemeljeno sklepale, da je dotična 
informacija obravnavana kot poslovna skrivnost.109 
 
4.3.4. Konkurenčno pravo - Zakon o preprečevanju omejevanja konkurence 
 
Zakon o preprečevanju omejevanja konkurence (ZPOmK-1) 110 opredeljuje poslovno skrivnost 
kot kakršnekoli podatke, ki so znani omejenemu številu oseb in razkritje katerih bi lahko 
rezultiralo v občutno škodo za podjetje.111 ZPOmK-1 dodatno vsebuje tudi definicijo zaupnih 
podatkov, katere opredeli kot skupek poslovnih skrivnosti, poslovne korespondence, osebnih 
podatkov ter vseh ostalih podatkov, ki so kot zaupni predpisani z zakonom. Kot zaupni podatki 
ne štejejo javno dostopni podatki.112  Vsebinska definicija zaupnih podatkov je zelo široka in 
vključuje tudi poslovne skrivnosti, njen praktičen namen pa je zagotovitev ustreznega 
varovanja ter ločitev pristojnosti nadzornih organov.113 
 
Nadalje ZPOmK-1 opredeljuje nezakonito pridobivanje oziroma izkoriščanje poslovnih 
skrivnosti kot nezakonito dejanje nelojalne konkurence. Podjetje katerega poslovna skrivnost 
je nezakonito pridobljena oziroma izkoriščena lahko za nastalo škodo zahteva odškodnino na 
podlagi določb OZ. Podjetje ima možnost zahtevati tudi prepoved nadaljnjih dejanj nelojalne 
konkurence, uničenje predmetov s katerim je bilo to dejanje izvršeno ter vzpostavitev 
                                                          
106 Sodba VIII Ips 211/2012 z dne 02. septembra 2013.   
107 M Kocbek, M., in ostali, Veliki komentar Zakona o gospodarskih družbah, druga dopolnjena izd. z novelami ZGD-1A do 
ZGD-1H, 1. knjiga, 1. natis. - Ljubljana : IUS Software, GV založba, 2014, str. 216 – 217. 
108 40. člen ZGD-1. 
109 Kocbek, M., in ostali, Veliki komentar Zakona o gospodarskih družbah, druga dopolnjena izd. z novelami ZGD-1A do 
ZGD-1H, 1. knjiga, 1. natis. - Ljubljana : IUS Software, GV založba, 2014, str. 219 – 222. 
110 Ur. l. RS, št. 36/08.   
111 17. točka 3. člena ZPOmK-1. 
112 16. točka 3. člena ZPOmK-1. 
113 Grilc, P. in ostali, Zakon o preprečevanju omejevanja konkurence (ZPOmK-1) : s komentarjem, znanstvena monografija, 1. 
natis. - Ljubljana : GV založba, 2009, str. 80 – 81.   
 
28 
prejšnjega stanja v kolikor je to mogoče. Poleg navedenega lahko zahteva tudi objavo sodbe v 
sredstvih javnega obveščanja v primeru, da je imelo dejanje nelojalne konkurence negativen 
vpliv na večje število udeležencev oziroma je bilo izvršeno s sredstvi javnega obveščanja.114 
 
Višje sodišče v Ljubljani je v eni od zadev odločilo, da dostopanje do tehničnega znanja z 
obratnim inženirstvom ne predstavlja dejanje nelojalne konkurence, v kolikor je znanje javno 
dostopno in ni varovano s pravicami intelektualne lastnine. Navedeno velja ne glede na to, da 
je bilo dotično znanje v predmetni zadevi opredeljeno kot poslovna skrivnost s strani ponudnika 
saj je s ponujanjem izdelka na trg omogočilo tudi razkritje postopka izdelave.115  
 
4.3.5. Delovno pravo - Zakon o delovnih razmerjih 
 
Zakon o delovnih razmerjih (ZDR-1)116 določa, da delavec ne sme uporabljati, za svojo osebno 
korist oziroma korist tretjih oseb, poslovnih skrivnosti s katerimi se je seznanil pri 
delodajalcu.117  
 
ZDR-1 definicije poslovne skrivnosti ne ureja se pa pri tem sklicuje na definicijo kot je urejena 
v ZGD-1.118 Kot že pojasnjeno ZGD-1 nadalje napotuje na ureditev, ki je bila uveljavljena s 
sprejetjem ZPosS, ki bo predstavljena v nadaljevanju.  
 
Kot pogoj za delavčevo odgovornost za razkritje poslovnih skrivnosti je uveljavljeno krivdno 
načelo delavca pri čemer je dokazno breme na delodajalcu. Višje sodišče v Ljubljani je odločilo, 
da se razkritje potencialnim investitorjem ne šteje za poslovno skrivnost.119 Iz sodne prakse 
izhaja tudi, da sodišča v sodnih primerih povezanih z nepooblaščeno uporabo oziroma razkritje 
poslovnih skrivnosti primarno ugotavljajo ali v predmetni zadevi razkrit podatek resnično šteje 
za poslovno skrivnost.120  
 
                                                          
114 63.a člen in 63.b člen ZPOmK-1. 
115 VSL sodba in sklep V Cpg 1260/2014 z dne 04. septembra 2014. 
116 Ur. l. RS, št. 21/13. 
117 38. člen ZDR-1. 
118 Šetinc, Tekavc, M., Pregled sodne prakse s področja varovanja osebnih podatkov, zaupnosti, poslovne skrivnosti, Delavci 
in Delodajalci, št. 2-3, 2018, str. 289 – 304. 
119 VSL Sodba in sklep I Cpg 1201/2016 z dne 06. decembra 2017. 
120 Šetinc, Tekavc, M., Pregled sodne prakse s področja varovanja osebnih podatkov, zaupnosti, poslovne skrivnosti, Delavci 
in Delodajalci, št. 2-3, 2018, str. 289 – 304. 
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Vrhovno sodišče Republike Slovenije je v enem od primerov v katerem je bila delavcu podana 
izredna odpoved delovnega razmerja zaradi domnevnega razkritja poslovne skrivnosti 
delodajalca odločilo, da se kot poslovna skrivnost ne more šteti kakršenkoli podatek o 
poslovanju podjetja (npr. podatki, ki so objavljeni v letnem poročilu podjetja) ter poudarilo 
pomembnost konkretizacije opredelitve poslovnih skrivnosti.121  
 
Delodajalec mora poskrbeti, da je delavec z opisom svojih delovnih nalog ter naborom 
poslovnih skrivnosti, ki so mu zaupana v celoti seznanjen, vključujoč predvidene načine 
ravnanja z njimi. Pri tem je delavca potrebno seznaniti predvsem: 
 z vrstami poslovnih skrivnosti, ki nastajajo v okviru delovnega mesta oziroma drugih 
poslovnih skrivnosti do katerih bo delavec pri svojem delu dostopal, 
 s kakšno stopnjo zaupnosti so opredeljene poslovne skrivnosti do katerih bo delavec 
dostopal, 
 z vrstami občutljivih obdelav podatkov, ki se izvajajo na delovnem mestu, 
 o pravici do informacijskega dostopa do poslovnih skrivnosti prek strojne opreme.122 
 
V primeru kršitve je delavec delodajalcu disciplinsko in odškodninsko odgovoren (dopusten je 
tudi dogovor o pogodbeni kazni), izključena pa ni niti kazenska odgovornost. V zvezi s tem so 
sodišča poudarila, da je potrebno izkazati, da gre pri razkritju podatkov dejansko za poslovno 
skrivnost v smislu določbe kot je bila vsebovana v ZGD-1 hkrati pa je potrebno dokazati ostale 
predpostavke odškodninske odgovornosti (kršitev, vzročna zveza, nastala škoda).123  
 
4.3.6. Kazensko pravo – Kazenski zakonik 
 
Kazenski zakonik124 v poglavju o kaznivih dejanjih zoper gospodarstvo definira kaznivo 
dejanje izdaje in neupravičene pridobitve poslovne skrivnosti.125  Predmet varstva je torej 
varstvo tajnosti poslovnih podatkov, ki štejejo kot poslovna skrivnost v gospodarstvu.126 
Definicija poslovne skrivnosti zajema industrijsko, bančno ter vsako drugo poslovno skrivnost, 
                                                          
121 Sodba VIII Ips 211/2012 z dne 02. septembra 2013.   
122 Kop, I., Varovanje in zaščita poslovnih skrivnosti, Gospodarski vestnik, Ljubljana, 1995, str., str. 75. 
123 Šetinc, Tekavc, M., Pregled sodne prakse s področja varovanja osebnih podatkov, zaupnosti, poslovne skrivnosti, Delavci 
in Delodajalci, št. 2-3, 2018, str. 289 – 304. 
124 Ur. l. RS, št. 50/12. 
125 236. člen KZ-1. 
126 Šepec, M., Korošec, D., Dileme kaznivega dejanja neupravičene izdaje poklicne skrivnosti. Zbornik znanstvenih razprav, 
2017, št. 77, str. 53. 
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ki so kot poslovna skrivnost opredeljeni z relevantnimi akti. Gre za pomembne podatke in 
dokumente, zaradi katerih bi ob razkritju očitno nastale oziroma bi lahko nastale hujše 
posledice.127  
Ločimo lahko dejanje izdaje, ki ga lahko stori oseba, ki pri svojem delu dostopa do dotične 
poslovne skrivnosti, ter dejanje protipravnega pridobivanja z namenom razkritja tretjemu, ki ga 
lahko stori kdorkoli, vključujoč pravne osebe. Poslovne skrivnosti se lahko razkriva v katerikoli 
obliki, pisno ali ustno, posredno ali neposredno, s storitvijo ali opustitvijo pri tem pa ni 
pomembno, da storilec pozna vsebino razkritih podatkov temveč zgolj, da ve da gre za poslovno 
skrivnost.128  
 
V primerjavi z definicijo, ki je bila do nedavnega opredeljena v ZGD-1, pojem poslovne 
skrivnosti v KZ-1 ne vsebuje podatkov, ki so kot poslovna skrivnost določeni s pisnim sklepom 
podjetja. KZ-1 uporablja torej ožjo definicijo kar je v skladu z načelom, da so kot kazniva 
dejanja opredeljena samo ravnanja s katerimi se lahko povzroči relevantna nevarnost za pravno 
varovane dobrine. V primeru kaznivega dejanja izdaje in neupravičene pridobitve poslovne 
skrivnosti je razlikovalni element nastanek oziroma možnost nastanka škodljivih posledic.129 V 
eni od zadev je Višje sodišče v Ljubljani zavrnilo pritožbo državnega tožilstva, ker ni izkazalo 
nastanka škodljivih posledic za podjetje, katerega poslovne skrivnosti so bile razkrite s strani 
obtoženca. V predmetni zadevi ni bilo sporno, da je domnevno oškodovano podjetje razkrite 
podatke opredelilo kot poslovno skrivnost, sodišče pa je poudarilo, da je nevarnost za oziroma 
nastanek škodljivih posledic bistven znak kaznivega dejanja in kot tak materialni pogoj 
kaznivosti.130 
 
Dodatno KZ-1 definira tudi kaznivo dejanje zlorabe informacijskega sistema131 in kaznivo 
dejanje zlorabe notranje informacije.132 Obe kaznivi dejanji se v razmerju do kaznivega dejanja 
izdaje in neupravičene pridobitve poslovne skrivnosti štejeta kot specialna.133 Pri trgovanju z 
vrednostnimi papirji gre za način ustvarjanja dobička, eden izmed bolj učinkovitih vendar 
nelegalnih načinov trgovanja pa je uporaba notranjih informacij.134 Z uporabo notranjih 
                                                          
127 Deisinger, M., Kazenski zakonik : s komentarjem. Posebni del, 1. natis. - Ljubljana : GV založba, 2002, str. 505 – 506. 
128 Prav tam. 
129 Selinšek, L., Kazniva dejanja zoper gospodarstvo po noveli KZ-1B (2. del), Pravna praksa, št. 36, 2012, str. 22. 
130 VSL sklep VII Kp 18870/2015 z dne 24. februarja 2016. 
131 237. člen KZ-1 
132 238. člen KZ-1. 
133 Pungartnik, P., Kazenska odgovornost pri zlorabi notranjih informacij, Varstvoslovje: revija za teorijo in prakso 
varstvoslovja, Letn. 9, št. ½, 2007, str. 94 – 101. 
134 Jakulin, V., Trgovanje na podlagi zaupnih notranjih informacij (insider trading), Pravna praksa, 2005, št. 23, str. 16. 
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informacij dotična oseba izkoristi/razkrije informacije, do katerih ima dostop za svojo oziroma 
za korist tretje osebe na način, da pride do razpolaganja z vrednostnimi papirji na katere se 
tovrstne informacije nanašajo.135 
 
4.3.7. Javno pravo – Zakon o javnem naročanju 
 
V postopku izbire ponudnikov za javna naročila v skladu z Zakonom o javnem naročanju (ZJN-
3)136 lahko v skladu z določenimi pogoji pride do vpogleda v ponudbe izbranega ponudnika s 
strani neizbranih ponudnikov. Ne glede na navedeno, pa je potrebno poudariti, da ob ustrezni 
skrbnosti z označitvijo zaupnosti do razkritja poslovnih skrivnosti konkurenci tudi prek 
vpogleda ne bi smelo priti. Vpogled namreč predstavlja sredstvo s katerim neizbrani ponudniki 
lahko preverijo pravilnost izvedbe postopka javnega naročila in ne orodja za dostopanje do 
poslovnih skrivnosti konkurentov.137 
 
Zgornja analiza ureditve poslovne skrivnosti v slovenskem pravnem redu razkriva, da je 
poslovna skrivnost obravnavana v različnih zakonih. Primarno je bil pojem ter varstvo poslovne 
skrivnosti do nedavnega urejen v ZGD-1, kljub temu pa zaradi stopnje varstva različnih pravnih 
dobrin drugačno definicijo vsebujejo tudi drugi zakoni138. Razlike v definiciji poslovne 
skrivnosti in pravilna aplikacija materialnopravnih določb so izjemno pomembne. V enem od 
primerov je Upravno sodišče Republike Slovenije odločilo, da je Javna agencija Republike 
Slovenije za varstvo konkurence napačno presojalo ali sporni podatki štejejo kot poslovna 
skrivnost po določbah ZGD-1 namesto po določbah ZPOmK-1 ter na ta način zmotno uporabilo 
materialno pravo.139 V letu 2019 je prišlo do pomembne spremembe obravnave varstva 




Zgoraj navedena primerjalna analiza pravne ureditve v državah članicah EU potrjuje, da je bilo 
varstvo poslovnih skrivnosti v državah članicah EU neenotno, neučinkovito in razdrobljeno v 
                                                          
135 Grilc, P., Pravnoteoretični pogledi na trgovanje z notranjimi informacijami oziroma na podlagi notranjih (insider dealing) 
in ureditev v primerjalnem pravu, Podjetje in delo : revija za gospodarsko, delovno in socialno pravo, let. 20, št. 2, 1994, str.160 
– 161. 
136 Ur. l. RS, št. 91/15. 
137 Potočnik, M., Poslovna skrivnost pri vpogledih v ponudbe konkurenčnih ponudnikov, Pravna praksa, 2009, št. 44, str. 22. 
138 Npr. ZPOmK-1, KZ-1. 
139 UPRS sodba in sklep I U 454/2015 z dne 09. julija 2015. 
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različnih zakonih, v nekaterih državah pa tudi izrazito pomanjkljivo. Raziskovalna študija v 
kateri je sodelovalo 537 podjetij, ki je bila pripravljena za Evropsko Komisijo je potrdila, da: 
 je v državah članicah EU s slabšo ureditvijo varstva poslovni skrivnosti 82% podjetij 
izpostavljeno velikemu tveganju zlorab poslovnih skrivnosti, 
 se je 59% podjetij izogibalo čezmejnemu razkritju poslovnih skrivnosti za namene raziskav 
in razvoja, in 
 se je 40% nasploh vzdržalo razkritju poslovne skrivnosti zaradi tveganja neučinkovitosti 
zakonodaje.140 
Upoštevajoč zgornje rezultate raziskave je vsaj 70% podjetij podprlo ureditev varstva poslovnih 
skrivnosti na ravni EU, to pa se je s sprejetjem Direktive 2016/943, ki bo obravnavana v 
naslednjem poglavju tudi zgodilo.  
  
                                                          
140 Baker & McKenzie – Milan, Report on Study on Trade Secrets and Confidential Business Information in the Internal Market, 




5. PRAVNA UREDITEV POSLOVNE SKRIVNOSTI PO SPREJETJU 
DIREKTIVE (EU) 2016/943 
 
5.1. Pravna ureditev varstva poslovne skrivnosti v Direktivi (EU) 2016/943 
 
V letu 2013 je bilo v svetu zaznano povečano število goljufij, v Evropi je bilo ugotovljeno, da 
je varstvo poslovnih skrivnosti vedno večja težava, nivo varstva pa je po državah članicah 
različen. Navedeno je bil tudi eden glavnih razlogov, da je Evropska komisija v okviru strategije 
Evropa 2020 poudarila med drugim tudi pomen zaščite poslovne skrivnosti ter dodelitev 
ustreznega pravnega varstva v državah članicah.141  
 
Pravno varstvo poslovne skrivnosti predstavlja okvir ter sredstvo s katerim lahko podjetja 
uveljavijo zaščito informacij, katere za njihovo poslovanje predstavljajo konkurenčno prednost 
in jih ni mogoče zaščiti v okviru pravic intelektualne lastnine (npr. patentom).142 Cilji direktive 
so: 
 zagotoviti večjo konkurenčnost, 
 izboljšati pravno varnost v zvezi z zlorabami poslovnih skrivnosti, 
 spodbuditi rast ekonomije prek naložb v razvoj tehnologije, in 
 ščiti znanje, ki ga ni mogoče ali željeno zavarovati s pravicami intelektualne lastnine.143 
 
Poslovne skrivnosti v tem kontekstu razumemo kot orodje s katerim se doseže, da vsebina ter 
dostop in izkoriščanje dragocenega tehničnega, tehnološkega, komercialnega, itd. znanja in 
informacij ostane zaupna.  Globalizacija, kompleksnost dobaviteljskih verig, razvoj in bolj 
aktivna uporaba informacijske tehnologije, podjetja v vse večji meri izpostavljajo nepoštenim 
poslovnim praksam (npr. kraja poslovnih skrivnosti in gospodarsko vohunjenje). Posledično je 
za zagotovitev čezmejnih inovacijskih dejavnosti na notranjem trgu  potrebno nujno zagotoviti 
učinkovito pravno ureditev varstva poslovnih skrivnosti. Slednje predstavlja tudi zaščito 
zaupnosti poslovnih skrivnosti v sodnih postopkih (tako v času trajanja kot tudi po končanju), 
                                                          
141 Bertoncelj, B., Evropski vidik zaščite poslovne skrivnosti, Korporativna varnost, št. 7, 2014, str. 29. 
142 Bird & Bird, Protecting confidential information: overview, Practical Law UK Articles – Thomson Reuters, 2018, ID: 8-
384-4456, str. 8-13 (online); URL: <https://uk.practicallaw.thomsonreuters.com/8-384-4456> (08.09.2019). 
143 Ministrstvo za gospodarski razvoj in tehnologijo Republike Slovenije, Predlog Zakona o poslovnih skrivnosti – predlog za 






ki so sproženi v primeru zlorab s strani imetnikov poslovnih skrivnosti saj se je izkazalo, da se 
imetniki poslovnih skrivnosti pogosto ne odločijo za sodno postopanje ravno zaradi javne 
objave odločb sodišč, dostopov medijev, itd.144 
 
S sprejetjem Direktive (EU) 2016/943 (v nadaljevanju: direktiva) je EU naredila korak naprej 
k enotnejšemu ter učinkovitejšemu zagotavljanju varstva poslovne skrivnosti pri poslovanju 
podjetij znotraj internega trga ter lažjemu prenosu znanja in informacij. Navedeno spodbuja 
večjo konkurenčnost in hitrejši napredek tehnologije ter olajšuje čezmejno poslovanje na 
območju EU.145 
 
Države članice EU bodo v skladu z direktivo primorane v nacionalnih pravnih redih določiti 
civilnopravna pravila in postopke v zvezi z varstvom poslovnih skrivnosti. Pravila in postopki 
bodo morala biti  pravična, praktično, časovno in stroškovno učinkovita ter odvračilna. Tudi 
tekom sodnih postopkov bo morala biti zagotovljena ohranitev zaupnosti poslovnih 
skrivnosti.146 Pri tem direktiva: 
 predvideva enotno definicijo pojma poslovne skrivnosti in pravila v zvezi z nezakonito 
pridobitvijo, razkritjem in njihovo uporabo, 
 opredeljuje minimalne standarde, ki jih morajo države članice EU zagotoviti v zvezi s 
pravno zaščito poslovnih skrivnosti, s ciljem harmonizacije prava na območju EU, 
 določa, da je vsakršna uporaba oziroma razkritje poslovne skrivnosti brez soglasja imetnika 
nezakonita, v kolikor tretja oseba bodisi: 
o pridobi poslovno skrivnost na nezakonit način, 
o z uporabo poslovne skrivnosti krši pogodbo o nerazkrivanju poslovnih skrivnosti, in 
o z uporabo poslovne skrivnosti krši kakršnokoli pogodbeno ali drugo obveznost o 
nerazkrivanju ali omejevanju uporabe poslovne skrivnosti. 147 
Prav zahteva po opredelitvi minimalnih standardov predstavlja dvorezen meč. Po eni strani 
določa obvezo državam članicam EU, da vzpostavijo raven minimalnega varstva poslovnih 
skrivnosti. Po drugi strani pa z možnostjo, da države članice EU vzpostavijo višjo raven varstva 
                                                          
144 Preambula Direktive (EU) 2016/943.  
145 Grassie, G., Trade secrects - the new EU enforcement regime, Journal of Intellectual Property Law & Practice, 2014, Vol. 
9, No. 8. 
146 Evropski svet, Svet Evropske unije, Varovanje poslovnih skrivnosti: Svet sprejel novo direktivo, 2016, (online); URL: 
<http://www.consilium.europa.eu/sl/press/press-releases/2016/05/27/trade-secrets-new-directive/> (08.09.2019). 
147 Bird & Bird, Protecting confidential information: overview, Practical Law UK Articles – Thomson Reuters, 2018, ID: 8-
384-4456, str. 1 – 3 (online); URL: <https://uk.practicallaw.thomsonreuters.com/8-384-4456> (08.09.2019). 
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poslovnih skrivnosti direktiva de facto nasprotuje cilju harmonizacije, saj navedeno pomeni, da 
pravno varstvo poslovnih skrivnosti v državah članicah EU ne bo enotno.148  
 
Direktiva ne uvaja dodatnih omejitev za zaposlene, kar pomeni, da bodo delavci tudi po 
prenehanju zaposlitve pri delodajalcu lahko uporabljali spretnosti, znanja in izkušnje, ki so jih 
zakonito pridobili v času zaposlitve pri delodajalcu in ki ne predstavljajo poslovne skrivnosti 
delodajalca. Tudi sklepanje kolektivnih pogodb ne bo omejeno. Prav tako namen direktive ni 
omejevati možnosti držav članic EU, da zahtevajo razkritje poslovnih skrivnosti kadar je to v 
javnem interesu. 149 
 
Opredelitev poslovne skrivnosti 
Direktiva določa, da je poslovna skrivnost informacija, ki: 
 je skrivnost kar pomeni, da kot bodisi celota oziroma njeni sestavni deli ni splošno dostopna 
in znana osebam, ki se sicer ukvarjajo s tovrstnimi informacijami, 
 ima ekonomsko vrednost, zaradi tega ker je skrivnost (ekonomska vrednost sama po sebi ni 
relevantna), in 
 je imetnik informacije sprejel razumne ukrepe za zagotovitev zaupnosti. 
Nadalje je podana še definicija imetnika, kršitelja in blaga, ki je predmet kršitve.150  
Elementi poslovne skrivnosti morajo biti izpolnjeni kumulativno. Iz zgornje opredelitve je 
razvidno, da je definicija v bistvenem enaka definiciji, ki je podana v Sporazumu TRIPS. Tudi 
sicer je v preambuli poudarjeno, da je Sporazum TRIPS, ki je veljaven tudi za EU, postavil 
temelje za enotno ureditev poslovne skrivnosti, kar pa se v praksi ni zgodilo. Za razliko od 
Sporazuma TRIPS direktiva poslovnih skrivnosti ne obravnava kot pravice intelektualne 
lastnine temveč ločeno. V tem pogledu so poslovne skrivnosti vrednostno izenačene s 
pravicami intelektualne lastnine (npr. patentu) in so slednjim bodisi akcesorne (dopolnilne) 
bodisi alternativa.151 
 
Imetniki poslovnih skrivnosti bodo morali za upravičenost do varstva poskrbeti za sprejetje 
razumnih ukrepov za zagotavljanje zaupnosti. Slednji bodo odvisni od okoliščin, vsebine ter 
                                                          
148 H Evans, H., Keller, P., Dargham, C., Marschollek, D., Wilkinson, D., Vidal, O., Davidson, J., Norton Rose Fulbright LLP,  
Trade secret protection: the regimes in key jurisdictions, Practical Law UK Articles – Thomson Reuters, 2017, ID: 0-639-0286, 
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pomena informacij, ki predstavljajo poslovno skrivnost, v praksi pa bodo verjetno rezultirali v 
sprejetju organizacijskih, kadrovskih ter tehničnih ukrepov tako pri internem kot zunanjem 
poslovanju.  Pojem »razumni« je potrebno razlagati z vidika sorazmernosti, ki od imetnikov ne 
bo zahtevala, da glede na pomen in naravo poslovne skrivnosti zagotavljajo ekonomsko 
nesorazmerne zaščitne ukrepe.152  
 
Postavlja se vprašanje kako bo v praksi interpretiran pojem »oseb, ki se običajno ukvarjajo s 
tovrstnimi informacijami«. Glede na dikcijo se pojavlja vprašanje kaj pomeni »običajno 
ukvarjajo« ter ali bo dejstvo, da je informacija znana osebam, ki s tovrstnimi informacijami 
običajno ne ukvarjajo pomenilo, da status poslovne skrivnosti ne bo izgubljen.153 Na ta in druga 
pravna vprašanja povezana z definicijo poslovne skrivnostjo bodo v praksi morala odgovoriti 
sodišča.  
 
Prav tako se je pojavilo vprašanje ali definicija poslovne skrivnosti predstavlja zahtevo za 
enotno ureditev ali zgolj minimalni standard od katerega lahko države članice EU pri 
implementaciji odstopijo na način, da zagotovijo višjo raven varstva.154 V zvezi s tem je 
potrebno razumeti, da se z direktivo uvaja enoten pojem poslovne skrivnosti, minimalne 
zahteve pa se nanašajo na zagotovitev sodnega varstva in ukrepov.155  
 
Zakonita in nezakonita pridobitev, uporaba in razkritje poslovnih skrivnosti 
Direktiva opredeljuje tako zakonito kot tudi nezakonito pridobitev, uporabo in razkritje 
poslovnih skrivnosti. Pridobitev, uporaba in razkritje poslovnih skrivnosti šteje kot zakonito, 
če je slednja pridobljena na podlagi: 
 neodvisnega razkritja ali stvaritve, 
 z opazovanjem, preučitvijo ali testiranjem produkta ali predmeta, ki je dostopen javnosti 
oziroma je v zakoniti posesti pridobitelja, 
 z uresničevanjem pravice do obveščenosti in posvetovanja delavcev oziroma delavskih 
predstavnikov, in 
                                                          
152 Grassie, G., Trade secrects - the new EU enforcement regime, Journal of Intellectual Property Law & Practice, 2014, Vol. 
9, No. 8. 
153 Younson, F., Squire Sanders (UK) LLP, Draft directive on trade secrets: opening or closing Pandora's box?, Practical Law 
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37 
 s katerimkoli drugim dejanjem, ki je upoštevajoč relevantne okoliščine primera v skladu s 
poštenimi poslovnimi praksami. 156 
Skladno z navedenim direktiva izrecno pod določenimi pogoji dopušča tudi t.i. obratni 
inženiring, v kolikor se tovrstno dejanje ne bi štelo za nepošteno poslovno prakso.  
 
Nasprotno pa se šteje, da pridobitev poslovnih skrivnosti ni zakonita, če: 
 je pridobljena z nedopustnim dostopanjem do medijev, ki vsebujejo poslovne skrivnosti 
oziroma je iz tovrstnega medija moč prepoznati in dojeti poslovno skrivnost, in 
 s katerimkoli drugim dejanjem, ki upoštevajoč relevantne okoliščine primera ni v skladu s 
poštenimi poslovnimi praksami. 
Uporaba ali razkritje poslovne skrivnosti se šteje za nezakonito, v primeru da tretja oseba, brez 
dovoljenja imetnika: 
 poslovno skrivnost pridobi na nezakonit način, ali 
 krši katerokoli drugo dolžnost v zvezi s prepovedjo uporabe in razkritja poslovne skrivnosti. 
Dodatno je določeno, da je prepovedana tudi posredna nezakonita pridobitev, uporaba, ali 
razkritje poslovne skrivnosti, četudi oseba, ki je poslovno skrivnost pridobila, uporabila ali 
razkrila ni vedela, pa bi morala vedeti, da je bila poslovna skrivnost prvotno neposredno 
pridobljena, uporabljena ali razkrita na nezakonit način.157  
 
Blago, ki je predmet kršitve 
Na podlagi direktive bodo podjetja katerih poslovne skrivnosti so predmet zlorab, lahko 
preprečila oglaševanje ter prodajo produktov, katerih značilnosti, delovanje, proces proizvodnje 
ali oblika so posledica znatnega prispevka nezakonite pridobitve, uporabe ali razkritja poslovne 
skrivnosti.158  Direktiva ne določa nobenih usmeritev, kaj pomeni »znaten prispevek«, zato se 
poraja vprašanje na kakšen način bodo določbo implementirale države članice EU in kakšna bo 
interpretacija sodišč pri odločanju.159 
 
Pravno varstvo poslovne skrivnosti 
Direktiva vsebuje številne določbe v zvezi z zagotovitvijo ustreznih ter učinkovitih ukrepov, 
postopkov in pravnih sredstev za varstvo poslovnih skrivnosti. Postopki morajo biti časovno in 
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finančno učinkoviti, pošteni, pravični in odvračilni. Zastaralni rok za materialne zahtevke v 
zvezi s pravnim varstvom poslovnih skrivnosti ne sme biti daljše od šestih let. Države članice 
EU morajo zagotoviti, da so imetnikom poslovnih skrivnosti v primeru zlorab na voljo tako 
pridobitev ustrezne odškodnine kot tudi izvedba korektivnih ukrepov, ki preprečujejo nadaljnje 
zlorabe poslovne skrivnosti tudi po dokončanju postopka. V zvezi z odškodnino, direktiva 
določa, da je relevantna tako premoženjska (navadna škoda in izgubljeni dobiček) kot tudi 
nepremoženjska škoda. Kot alternativo direktiva daje sodiščem tudi možnost, da namesto 
ugotavljanja višine odškodnine dosodijo pavšalni znesek, ki je enak najmanj znesku avtorskih 
honorarjev ali licenčnini, do katere bi bil imetnik upravičen v primeru sklenitve dogovora o 
uporabi poslovne skrivnosti s kršiteljem. Obvezna zahteva direktive je tudi, da države članice 
EU zagotovijo sodiščem možnost, da upoštevajoč okoliščine primera zagotovijo zaupnost 
poslovnih skrivnosti in onemogočijo dostop javnosti tako tekom postopka kot tudi po njegovem 
dokončanju. Hkrati direktiva ureja tudi pravno varstvo pred morebitnimi neutemeljenimi 
zahtevki, s katerim kršitelj izvajajo zlorabo pravic.160 
 
Poseben pomen imajo začasni ukrepi pred izdajo meritorne odločbe. Slednji so upoštevajoč 
dolžino do končanja sodnega postopka ključni, da se že tekom odločanja lahko zagotovi 
začasno prenehanje domnevanih kršitev.161  
 
Direktiva vzpostavlja most k enotni obravnavi pravnega varstva med državami članicami EU. 
Kljub temu pa v svojem bistvu postavlja minimalne standarde, kar pomeni, da imajo države 
članice EU diskrecijsko pravico nekatere zadeve urediti drugače, posledično pa se lahko zgodi, 
da se bodo posledično še naprej ohranile razlike v pravnih ureditvah.162 Poleg razlik v 
implementaciji pa tudi sama direktiva že vnaprej odpira vrata nekaterim nejasnostim zato bodo 
pomembno vlogo s svojo interpretacijo odigrala tudi sodišča. 
 
5.2. Pravna ureditev poslovne skrivnosti v Zakonu o poslovni skrivnosti 
 
S sprejetjem ZPosS je Republika Slovenija v svoj pravni red prenesla Direktivo (EU) 2016/943, 
ki je pričel veljati z dnem 20.04.2019. Predlog osnutka ZPosS opredeljuje, da ZPosS z 
                                                          
160 6. – 15. člen Direktive (EU) 2016/943. 
161 Turner, S., Hogan Lovells, Trade Secrets Directive in practice: business as usual?, Practical Law UK Articles – Thomson 
Reuters, 2018, ID: W-014-5083, (online); URL: <https://uk.practicallaw.thomsonreuters.com/W-014-5083> (08.09.2019). 
162 Morrow, R., Trade Secrets Directive: A balancing act, Practical Law UK Articles – Thomson Reuters, 2016, ID: 1-630-
1987 (online); URL: <https://uk.practicallaw.thomsonreuters.com/1-630-1987> (08.09.2019). 
 
39 
namenom celovite pravne ureditve varstva poslovnih skrivnosti predstavlja materialno-procesni 
zakon. Tako osnutek zakona kot direktiva potrjujeta, da poslovne skrivnosti ne smemo šteti kot 
pravice intelektualne lastnine. Prav tako poudari, da je namen direktive na eni strani 
harmonizacija prava v državah članicah EU, s ciljem pospešiti sodelovanje med podjetji v EU 
na drugi strani pa določitev minimalnih standardov, pri čemer se lahko država članica EU odloči 
za zagotovitev višje ravni pravic.163 
 
ZPosS vsebuje trinajst členov in celostno ureja pravno varstvo poslovnih skrivnosti, pri tem 
vsebuje tako definicijo poslovne skrivnosti kakor tudi ukrepe ter postopek za uveljavitev pravne 
zaščite.  
 
Opredelitev poslovne skrivnosti 
Opredeljena je definicija poslovne skrivnosti, ki je enotna definiciji, ki je vsebovana v direktivi 
(tajnost, vrednost zaradi tajnosti, razumni ukrepi podjetij za zagotovitev zaupnosti). Tako 
direktiva kot tudi ZPosS torej zahtevata, da podjetja pri poslovanju zagotovijo potrebne ukrepe 
za zaščito poslovnih skrivnosti in ne zgolj, da jih s pisnim sklepom razglasijo kot take kot je to 
dopuščala ureditev v prejšnji ureditvi 39. člena ZGD-1. Je pa v ZPosS  dodana izpodbojna 
pravna domneva, da se v primerih, ko podjetja določeno informacijo pisno opredelijo kot 
poslovno skrivnost šteje, da je zadoščeno pogoju zagotovitve razumnih ukrepov za zaščito 
poslovne skrivnosti. S tem je deloma prevzeta prejšnja ureditev s to razliko, da bo pisna 
opredelitev po novem zgolj eden izmed pogojev. Dejstvo, da je vzpostavljena domneva pomeni, 
da se bo lahko zgodilo, da bo informacija formalno zadostila vsem trem pogojem definicije 
poslovne skrivnosti pa se bo izkazalo, da zgolj opredelitev v pisni obliki ne zadostuje. Sprejetje 
razumnih ukrepov za zagotovitev zaupnosti bo potrebno presojati v vsakem primeru posebej. 
Zato je priporočljivo, da podjetja zagotovijo tudi druge ustrezne organizacijske, tehnične in 
varnostne ukrepe ter se ne ta način izognejo oziroma minimizirajo tveganja za morebitne izzive 
v prihodnje.164 
                                                          
163 Ministrstvo za gospodarski razvoj in tehnologijo Republike Slovenije, Predlog Zakona o poslovnih skrivnosti – predlog za 








V skladu z ZPosS ima možnost pravnega postopanja za zagotovitev varstva poslovni skrivnosti 
vsakdo (fizična ali pravna oseba), ki ima poslovno skrivnost pod svojim legitimnim nadzorom. 
Navedeno pomeni, da bo imel možnost (oziroma v določenih primerih tudi dolžnost) ukrepanja 
tako lastnik kot tudi npr. pogodbenik, ki v okviru sodelovanja z lastnikom uporablja dotične 
informacije katere z vidika lastnika predstavljajo poslovno skrivnost. ZPosS tako kot direktiva 
vsebuje še definicija kršitelja in blaga, ki je predmet kršitve, bistvenih razlik med opredelitvami 
v direktivi ni.165  
 
Zakonita in nezakonita pridobitev, uporaba ali razkritje poslovne skrivnosti 
Kot direktiva tudi ZPosS ureja legitimno kot tudi protipravno definicijo pridobitve, uporabe ali 
razkritja poslovne skrivnosti. Tudi v tem primeru bistvenih razlik v primerjavi z direktivo ni,  
ena izmed razlik je v normativni ureditvi dopustnosti t.i. obratnega inženiringa. Slednje šteje 
kot zakonit način pridobitve poslovnih skrivnosti, vendar pa direktiva med drugim določa, da 
pridobitelj informacij ne sme biti obvezan k varovanju tako pridobljene poslovne skrivnosti. 
Zanimivo je, da osnutek predloga vsebuje pojasnilo, da je obratni inženiring dopusten v kolikor 
se partnerja izrecna ne dogovorita drugače oziroma ne gre za dejanje nelojalne konkurence, 
vendar pa te zahteve normativni del ne odraža.166  
 
Pravno varstvo poslovne skrivnosti 
ZPosS na enem mestu uvaja novo celostno ureditev pravnega varstva na način, da združuje 
znane možnosti postopanja z dodatnimi, ki jih doslej v zvezi s poslovnimi skrivnostmi ni bilo 
moč uporabiti. V skladu z zahtevo direktive bo oškodovanec v primeru zlorabe njegove 
poslovne skrivnosti lahko uveljavil zahtevo za varstvo pravic kot tudi zahtevo za odškodnino 
po splošnih pravilih o povrnitvi škode. ZPosS določa izjeme, ko pravno varstvo imetniku 
poslovne skrivnosti ni na voljo v kolikor gre za zaščito višjih interesov, npr. javnega interesa.167  
 
V zvezi z zahtevo za varstvo pravic bo imel pod pogoji zakona možnost zahtevati vrsto različnih 
ukrepov, ki se nanašajo na: 
 prenehanje nastalih in prepoved bodočih kršitev, 
                                                          
165 Prav tam. 
166 Prav tam.  
167 Gostiša, E., Levovnik, J.,  Varstvo poslovne skrivnosti, Pravna praksa 2019, št. 8, str. 8. 
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 prepoved proizvajanja, promocije, ponujanja blaga, ki je predmet kršitve vključujoč z 
izvozom oziroma skladiščenjem za te namene, 
 uničenje blaga, ki je predmet kršitve, 
 uničenje medijev, ki so oziroma vsebujejo poslovno skrivnost, 
 izročitev blaga, ki je predmet kršitve imetniku poslovne skrivnosti, in 
 objavo sodbe v sredstvih javnega obveščanja. 
Pri odločanju o zgornjih ukrepih bo potrebno upoštevati sorazmernost posledic za imetnika 
poslovne skrivnosti na eni ter kršitelja na drugi. Vzpostavljena je tudi možnost, da pod pogoji 
dobrovernosti kršitelja, nesorazmerno visoke škode kršitelja zaradi izvedbe ukrepov ter soglasja 
imetnika poslovne skrivnosti, sodišče namesto izreka enega od zgornjih ukrepov (razen objave 
sodbe) kršitelju naloži plačilo denarnega nadomestila. V tem primeru denarno nadomestilo ne 
sme presegati zneska avtorskih honorarjev ali licenčnin, do kateri bi bil imetnik poslovne 
skrivnosti upravičen v primeru dogovora za uporabo poslovnih skrivnosti s kršiteljem. V 
kolikor bo kršitelju izrečen eden od zgoraj navedenih ukrepov, bo slednji po pravnomočnosti 
odločitve s tožbo lahko zahteval ugotovitev, da poslovna skrivnost ne izpolnjuje več zahtev za 
pravno varstvo (npr. da postane javna). Tega pa ne bo smel zahtevati v kolikor bo kršitelj sam 
kakorkoli pripomogel k temu.168 Problematiko dobrovernih pridobiteljev poslovne skrivnosti je 
izpostavila že direktiva.169 Gre za primere oseb, ki so prvotno poslovno skrivnost pridobile v 
dobri veri, kasneje pa se je izkazalo, da so jim bile poslovne skrivnosti razkrite na nezakonit 
način. Namen instituta je preprečiti nesorazmerno škodo dobrovernim kršiteljem poslovne 
skrivnosti zato je ZPosS uvedel predstavljeno nadomestno možnost plačila denarnega 
nadomestila.170 
 
Poleg zahtevkov za varstvo pravic bodo oškodovanci upravičeni zahtevati povračilo nastale 
škode in sicer v skladu z zahtevo direktive tako premoženjske kot tudi nepremoženjske. 
Dokazovanje višine nastale škode se je v primeru kršitev poslovnih skrivnosti izkazalo za 
izjemno težko in je tudi eden izmed razlogov zakaj se podjetja ne odločajo za sodno varstvo. 
Zaradi navedenega bo sodišče imelo možnost določiti odškodnino v višini licenčnine, ki bi jo 
prejel v primeru dogovora s kršiteljem. Na tem mestu je prvotni predlog ZPosS institut urejal 
drugače od ureditve direktive saj je določal, da je določitev odškodnine v višini fiktivne 
licenčnine primarna možnost, medtem ko je direktiva to možnost predvidela kot alternativno, 
                                                          
168 Prav tam, str. 9. 
169 Preambula Direktive (EU) 2016/943. 
170 K Kontarščak, K. A., Nekatera odprta vprašanja Zakona o poslovni skrivnosti, Pravna praksa 2019, št. 20, str. 11. 
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sekundarno.171 Kljub temu, da ZPosS za razliko od prvotnega predloga sedaj predvideva 
povrnitev škode po pravilih obligacijskega prava kot primaren način določba 10. člena ostaja 
nekoliko nejasna. Slednja določa, da je prisoditev odškodnine v višini fiktivne licenčnine 
mogoča v primerih, kadar zneska odškodnine ni mogoče določiti v skladu s splošnimi pravili. 
Izračun škode je načeloma vedno mogoč, problemi pa se pojavijo pri dokazovanju.172 Na 
podoben način je ta rešitev predvidena tudi v Zakonu o avtorski in sorodnih pravicah (ZASP) 
173.174 Ker gre za institut, ki je na področju pravic intelektualne lastnine v slovenskem pravnem 
redu že poznan bo zanimivo videti za kakšno interpretacijo zakonske dikcije se bodo pri 
obravnavanju tovrstnih primerov odločale sodišča. Pri tem bodo morala slediti načelu, da 
kršitelj s kršitvijo ne sme biti v boljšem pravnem položaju kot bi bil, če do kršitve ne bi prišlo 
in bi poslovno skrivnost uporabljal v dogovoru z oškodovancem.175 
 
Dodatna novost, ki jo je na področju varstva poslovnih skrivnosti uvedel ZPosS je institut 
civilne kazni za primer namernih kršitev kot tudi kršitev iz hude malomarnosti. Tako bo imel 
oškodovanec možnost zahtevati plačilo nadomestila, ki bi bilo sicer običajno za zakonito 
uporabo poslovne skrivnosti s strani kršitelja, povišanega za dvesto odstotkov. Navedeno bo 
lahko zahtevano ne glede na to, ali je oškodovancu zaradi kršitve dejansko nastala škoda.176 
 
Zgornji ukrepi in možnosti zahtev oškodovanca pripomorejo k temu, da se zagotovi pravno 
varstvo po dokončanju postopka. Kljub temu pa je potrebno poudariti, da ZPosS v skladu z 
zahtevami direktive ureja tudi dva instituta, ki zagotavljata varstvo pravic oškodovanca že v 
času trajanja sodnega postopka. 
Prvi od omenjenih institutov je možnost izdajanja začasnih odredb za zavarovanje nedenarnih 
zahtevkov. Ob relativno dolgem trajanju sodnih postopkov bi bili interesi oškodovanca 
ogroženi v kolikor slednji ne bi smel zahtevati začasne zaščite že tekom postopka. Za izdajo 
začasne odredbe je potrebno izkazati verjetnost obstoja poslovne skrivnosti, da je oškodovanec 
njen imetnik in da je prišlo do kršitve pravice oziroma bo prišlo do kršitve pravice. Ker ZPosS 
določa subsidiarno uporabo Zakona o izvršbi in zavarovanju (ZIZ)177 bo potrebno dodatno 
izkazati tudi da obstaja nevarnost, da bo uveljavitev pravice oškodovanca v primeru, da začasna 
                                                          
171 Gostiša, E., Levovnik, J.,  Varstvo poslovne skrivnosti, Pravna praksa 2019, št. 8, str. 9 – 10. 
172 Kontarščak, K. A., Nekatera odprta vprašanja Zakona o poslovni skrivnosti, Pravna praksa 2019, št. 20, str. 12. 
173 Ur. l. RS, št. 36/08.   
174 168. člen ZASP. 
175 Gostiša, E., Levovnik, J.,  Varstvo poslovne skrivnosti, Pravna praksa 2019, št. 8, str. 9 – 10. 
176 Prav tam. 
177 Ur. l. RS, št. 93/07. 
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odredba ne bo izdana kasneje onemogočena, da se bo z začasno odredbo preprečilo uporabo 
sile oziroma težko nadomestljive škode in da kršitelj v primeru izdaje začasne odredbe ne bo 
utrpel hujših neugodnih posledic. Pri zadnjem elementu je potrebno primerjati pozitivne 
posledice, ki bi jih izdaja začasne odredbe imela za oškodovanca z negativnimi posledicami 
kršitelja.178 Z začasno odredbo bo oškodovanec lahko zahteval v bistvenem enake ukrepe kot 
so bile pojasnjene zgoraj v primeru zahteve za varstvo pravic, z izjemo objave sodbe.179 Institut 
začasne odredbe v povezavi z varstvom poslovne skrivnosti je bil že obravnavan v sodni praksi. 
V eni od zadev je Višje sodišče v Ljubljani odločilo, da izdaja začasne odredbe za prepoved 
izkoriščanja zaupne poslovne tajnosti do pravnomočne odločitve s strani kršitelja ni mogoča 
brez konkretne opredelitve vsebine zaupnih poslovnih tajnosti, ki naj bi bile kršene.180 
Drugi od omenjenih institutov pa je namenjen ohranitvi zaupnosti poslovne skrivnosti tekom 
trajanja sodnih postopkov. Sodišče ima ob subsidiarni pravil Zakona o pravdnem postopku181 
možnost na predlog stranke izključiti javnost glavne obravnave ter pisanja, ki vsebujejo 
poslovno skrivnost, ohraniti kot zaupna. Pri tem je potrebno upoštevati pravico do učinkovitega 
pravnega sredstva ter poštenega sojenja, upravičene interese strank postopka ter udeležencev in 




Čeprav se na prvi pogled morda zdi, da je namen pravne ureditve varstva poslovne skrivnosti 
varstvo zaupnosti je temu dejansko ravno obratno. Namen pravne ureditve varstva poslovne 
skrivnosti je ureditev možnosti zakonitega razkrivanja ter spodbujanje inovacij. V kolikor se s 
tem namenom razkrijejo poslovne skrivnosti tretjim osebam in pride do zlorabe morajo biti 
zaščiteni legitimni interesi imetnikov.183  
 
Upoštevajoč navedeno in dejstvo, da podjetja poslujejo izven nacionalnih meja je bila 
harmonizirana ureditev pravnega varstva poslovnih skrivnosti in s tem določitev minimalnih 
standardov na ravni EU po avtorjevem mnenju eden od ključnih korakov. Sprejetje direktive in 
                                                          
178 272. člen ZIZ. 
179 Gostiša, E., Levovnik, J.,  Varstvo poslovne skrivnosti, Pravna praksa 2019, št. 8, str. 10. 
180 VSL Sklep V Cpg 333/2018 z dne 05. julija 2018. 
181 Ur. l. RS, št. 73/07. 
182 Gostiša, E., Levovnik, J.,  Varstvo poslovne skrivnosti, Pravna praksa 2019, št. 8, str.  10. 
183 Baker & McKenzie – Milan, Report on Trade Secrets for the European Commission, MARKT/2011/128D, 2013, str. 84 - 




ZPosS bo podjetjem omogočilo učinkovitejše postopanje pri zagotovitvi varnega razpolaganja 
in preprečitvi zlorab s poslovnimi skrivnostmi, kakšen pa bo dejanski učinek in kako bodo 
sodišča udejanjila izvajanje določb v praksi pa bo pokazal čas. Zakonodajne pravice bodo 
obstajale vzporedno s pogodbenimi obveznostmi iz naslova pogodb o nerazkrivanju poslovnih 
skrivnosti, pri čemer bo pogodba pripomogla in olajšala izpolnitev nekaterih pogojev, 




                                                          





6. POGODBA O NERAZKRIVANJU POSLOVNIH SKRIVNOSTI ZGOLJ 
KOT EDEN IZMED UKREPOV UČINKOVITE ZAŠČITE 
 
6.1. Splošno o namenu pogodbe o nerazkrivanju poslovnih skrivnosti 
 
Pogodba o nerazkrivanju poslovnih skrivnosti ima dva glavna namena: 
 določa pravila igre v zvezi z razkritjem poslovnih skrivnosti s tem, ko opredeli pravice in 
obveznosti pogodbenih strank v zvezi z ravnanjem z razkritimi poslovnimi skrivnostmi, v 
tem pomenu deluje preventivno, 
 predstavlja pravni temelj za pravno postopanje v primeru kršitev dogovorjenih pogodbenih 
obveznosti, in na ta način omogoča oškodovancu varstvo njegovih interesov, v tem pomenu 
deluje kurativno. 
Direktiva (EU) 2016/943 in ZPosS kot krovni akt v Republiki Sloveniji, ki urejata področje 
poslovne skrivnosti prepovedujeta nezakonite pridobitve, uporabo ali razkrivanje poslovnih 
skrivnosti. Kot enega izmed elementov poslovne skrivnosti določata obveznost imetnikov, da 
zagotovijo razumne ukrepe za ohranitev zaupnosti poslovnih skrivnosti. ZPosS dodatno določa 
domnevo, da je pogoj zagotovitve razumnih ukrepov izpolnjen v primerih, ko imetniki s pisnim 
sklepom opredelijo poslovno skrivnost in o tem seznanijo relevantne osebe.185 V skladu z 
navedenim sklenitev pisne pogodbe o nerazkrivanju poslovnih skrivnosti predstavlja tudi enega 
izmed ukrepov s katerim lahko podjetje izkaže razumno skrb za zaščito zaupnosti svojih 
poslovnih skrivnosti v primerih sodelovanja s tretjimi osebami in na ta način lahko pripomore 
k zadostitvi enemu izmed pogojev.  
 
Ko so poslovne skrivnosti enkrat razkrite je težko nadomestiti škodo, ki lahko pri tem nastane, 
element zaupnosti pa izgine za vedno. Problematika neučinkovitosti in neusklajenosti pravne 
ureditve je  bila v 4. in 5. poglavju zgoraj že obravnavana. Čeprav napredka na zakonodajnem 
področju s sprejetjem Direktive (EU) 2016/943 in posledičnem zbliževanjem pravnega varstva 
poslovnih skrivnosti v državah članicah EU ne gre podcenjevati, pa je pričakovati, da bodo 
določene težave v zvezi z zakonodajno učinkovitostjo ostale.  Ob sklenitvi pogodbe o 
nerazkrivanju poslovnih skrivnosti bo prejemna stranka prav gotovo resno pomislila predno bo 
nezakonito uporabila prejete poslovne skrivnosti. Vendar pa je v isti sapi potrebno poudariti, 
da pogodba o nerazkrivanju poslovnih skrivnosti ne preprečuje prejemni stranki storitve 
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nezakonitih ravnanj temveč določa zgolj posledice in predstavlja temelj za pravno varstvo v 
kolikor se to zgodi. Ob prej predstavljenih pomanjkljivostih samih pogodb in zakonodajni 
neučinkovitosti je zato pomembno, da se podjetja v prvi vrsti ne zanašajo zgolj na sklenitev 
pogodbe, temveč zagotovijo ustrezne organizacijske in varnostne ukrepe, ki zlorabe poslovnih 
skrivnosti dejansko preprečujejo in na ta način poskrbijo za udejanjanje pogodbe v praksi.186  
 
6.2. Organizacijski in tehnični varnostni ukrepi za zagotovitev celovite obravnave 
varstva poslovnih skrivnosti 
 
Podjetja morajo za ustrezno zaščito poslovnih skrivnosti k njihovemu varstvu in zavarovanju 
pristopati celovito ter z namenom učinkovite zaščite sprejeti in implementirati ustrezne 
organizacijske in tehnične varnostne ukrepe. V zadnjih letih je s procesom globalizacije in 
hitrim razvojem informacijskega tehnologije moč opaziti trend naraščanja varnostnih tveganj v 
zvezi z varstvom poslovnih skrivnosti gospodarskih subjektov. Zagotovitev in ustrezna celostna 
umestitev varstva poslovnih skrivnosti v sistem poslovanja je izrednega pomena tudi zato, ker 
podjetja s slabim ugledom glede zaščite poslovnih skrivnosti niso tako poslovno uspešna.187 
 
Nekateri razlogi za povečanje števila zlorab in kraj poslovnih skrivnosti so: 
 za zagotovitev konkurenčnih prednosti so pogoste interakcije med podjetji kjer prihaja do 
izmenjave informacij in znanja, 
 kompleksne interakcije med podjetji v dobavni verigi, 
 informacije in dokumenti so po večini digitalizirani in lahko prenosljivi, 
 porast komunikacije z uporabo elektronskih komunikacijskih kanalov (npr. elektronska 
pošta), in 
 večja mobilnost (fluktuacija) zaposlenih.188  
 
Preden lahko podjetja učinkovito zavarujejo poslovne skrivnosti jih morajo najprej 
identificirati. To lahko naredijo s t.i. internimi revizijami poslovnih skrivnosti, ki vključujejo 
pregled poslovnih aktivnosti in poslovnih skrivnosti z namenom ugotovitve katere poslovne 
                                                          
186 McManis Faulkner, The Not-So-Powerful Non-Disclosure Agreement (NDA), 2019 (online); URL: 
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187 Tarman, M., Obvladovanje informacij - korelacija varovanja tajnih podatkov in poslovnih skrivnosti, Korporativna varnost, 
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skrivnosti podjetje ima, na katerih področjih se pojavljajo in katere osebe imajo zaradi 
opravljanja svojega dela oziroma položaja dostop in razpolaganja z njimi. Nato se opredelijo 
tveganja in sprejmejo relevantni interni organizacijski in tehnični varnostni ukrepi za 
zagotovitev učinkovite zaščite.189 
 
Ključna področja interne varnosti katera morajo podjetja zagotavljati so: 
 osebna varnost, v okviru katere je potrebno zagotoviti preverbe osebnostnih lastnosti oseb, 
ki prek svojega delovnega mesta oziroma imenovanja dostopajo do poslovnih skrivnosti 
podjetja, 
 fizična varnost, v okviru katere je potrebno zagotoviti ukrepe in postopke fizičnega 
varovanja,  
 dokumentacijska varnost, v okviru katere je potrebno zagotoviti označevanje zaupnosti v 
dokumentih, sprejeti ustrezne pravilnike, sklenitev pogodb o nerazkrivanju poslovnih 
skrivnosti pri sodelovanju s tretjimi osebami, itd., 
 informacijska ter industrijska varnost, v okviru katere je potrebno zagotoviti varne 
informacijske sisteme, ki zagotavljajo varnost poslovnih skrivnosti ob njihovi hrambi, 
komunikaciji, prenosu, itd., in 
 usposabljanje zaposlenih.190 
 
Zgornja področja interne varnosti lahko strnemo v spodaj navedene praktične ukrepe: 
 oblikovanje notranjih politik in procesov za vzpostavitev varovanja poslovnih skrivnosti 
(sprejetje internih pravilnikov, ustrezno označevanje dokumentov, ki vsebujejo poslovne 
skrivnosti kot zaupne, opredelitev delovnih mest, ki dostopajo do poslovnih skrivnosti, itd.), 
 vzpostavitev fizičnih in informacijskih varnostnih ukrepov ter potrebne infrastrukture 
(politika čistih miz, zaklepanje prostorov, računalniška gesla, itd.), 
 ocena relevantnih tveganj za morebitna razkritja poslovnih skrivnosti, 
 vzpostavitev relevantnih procesov pri deljenju poslovnih skrivnosti s tretjimi osebami za 
zagotovitev dogovorjene uporabe, 
 vzpostavitev oddelka notranje kontrole pri razpolaganju s poslovnimi skrivnostmi 
                                                          
189 Cox, P., Warren, R., Protecting your trade secret: what the new trade secrets directive means for you, 2018 (online); URL: 
<https://www.footanstey.com/updates-a-publications/3803-protecting-your-secret-what-the-new-trade-secrets-directive-
means-for-you>. 
190 Tarman, M., Obvladovanje informacij - korelacija varovanja tajnih podatkov in poslovnih skrivnosti, Korporativna varnost, 
št. 1, 2012, str. 21. 
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 izobraževanje zaposlenih, ki so za namene svojega dela seznanjeni s poslovnimi 
skrivnostmi o tem katere informacije predstavljajo poslovno skrivnost in kako je treba z 
njimi ravnati, 
 vzpostavitev nadzora vzpostavljenih procesov za varstvo poslovnih skrivnosti, 





Podatek o tem, da je bilo vsako peto podjetje že žrtev zlorabe oziroma kraje poslovnih skrivnosti 
priča o tem in potrjuje,  da podjetja naredijo premalo za vzpostavitev potrebnih organizacijskih 
ter tehničnih organizacijskih ukrepov.192 Z nadaljnjo globalizacijo in tehnološkim napredkom 
gre pričakovati, da bo število poskusov zlorab vedno večje, prav tako pa bo vse večji tudi pomen 
vzpostavitve in zadržanja konkurenčnosti.   
 
Pomanjkanje razvite varnostne kulture v slovenskih podjetij potrjuje tudi dejstvo, da v večini 
primerih do nepooblaščenega razkritja poslovnih skrivnosti privedejo ljudje znotraj dotičnega 
podjetja. Razkritja so običajno motivirana bodisi zaradi nevednosti, ustrezne finančne 
kompenzacije, maščevalnih ter drugih podobnih motivov.193 Poleg zaposlenih in bivših 
zaposlenih poslovne skrivnosti najpogostejše nepooblaščeno uporabijo oziroma zlorabijo 
pogodbeni partnerji s katerimi podjetja sodelujejo in jim za ta namen razkrijejo poslovne 
skrivnosti.194  
 
Ko postane določena informacija razkrita in dostopna drugim je ni več mogoče obravnavati kot 
poslovno skrivnost. Pravna ureditev sicer omogoča oškodovancem zahtevati povrnitev škode 
in izvršitev drugih ukrepov, ki omogočajo takojšnje prenehanje kršitve in prepoved bodočih 
                                                          
191 Passman, P., Eight steps to secure trade secrets, 2016, (online); URL: 
<https://www.wipo.int/wipo_magazine/en/2016/01/article_0006.html> (08.09.2019). 
192 Baker & McKenzie – Milan, Report on Study on Trade Secrets and Confidential Business Information in the Internal Market, 
prepared for the European Commission, MARKT/2011/128D, 2013, (online); URL: 
<https://ec.europa.eu/docsroom/documents/14838/attachments/1/translations/en/renditions/pdf> (08.09.2019). 
193 Bertoncelj, B., Analiza stališč v zvezi z zaščito poslovne skrivnosti, Psihološka obzorja / Horizons of Psychology, 10, 2, 
2001, str. 114 – 115. 




kršitev, itd. Slednji pa zaradi kompleksnosti dokazovanja pogosto predstavljajo slabo uteho.195 
Za učinkovito varstvo poslovnih skrivnosti je torej zelo pomembno predvsem, da podjetja v 
prvi vrsti preprečijo, da do zlorab njihovih poslovnih skrivnosti sploh pride, zato je pomembno, 
da sprejmejo ustrezne organizacijske in tehnične varnostne ukrepe znotraj svoje organizacije, 
ter na ta način zagotovijo sistematičen in celovit pristop k varovanju svojih poslovnih 
skrivnosti.196 Hkrati organizacijski ter tehnični varnostni ukrepi pripomorejo k zagotovitvi 
pravnega varstva, saj je eden od zahtevanih pogojev po Direktivi 2016/943 in ZPosS, da 
imetniki izkažejo potrebno skrbnost za zaščito svojih poslovnih skrivnosti.  
   
                                                          
195 Watts, P., Grzimek, P., Berliri, M., Dolamns, A., Maxwell, M., Kalaydjian, L., Pszonka, E., Non-disclosure agreements: 
key issues in international deals, Practical Law UK Articles – Thomson Reuters, 2013, ID: 1-524-1008, str. 14 – 15 (online); 
URL: <https://uk.practicallaw.thomsonreuters.com/1-524-1008> (08.09.2019). 
196 Prav tam. 
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7. SKLEPNE UGOTOVITVE 
 
Začetna hipoteza magistrskega diplomskega dela je, da zgolj sklenitev pogodbe o nerazkrivanju 
poslovnih skrivnosti ne pripomore k učinkovitemu varstvu poslovnih skrivnosti. Za namene 
preveritve je bila hipoteza nadalje razdeljena na tri teze: 
 podjetja morajo pred razkritjem poslovnih skrivnosti skleniti pogodbo o nerazkrivanju 
poslovne skrivnosti, v katerem natančno (in ne zgolj pavšalno) opredelijo namen in predmet 
razkritja ter dogovorijo druge medsebojne pravice in obveznosti, 
 pravna ureditev varstva poslovnih skrivnosti v Republiki Sloveniji in EU je bila do 
nedavnega pomanjkljiva med državami članicami EU pa neusklajena. Sprejetje Direktive 
(EU) 2016/943 ter Zakona o poslovni skrivnosti bo izboljšalo pravni položaj podjetij v zvezi 
z varstvom njihovih poslovnih skrivnosti pri poslovanju v domačem in mednarodnem 
poslovanju, 
 podjetja morajo za učinkovito zaščito poslovnih skrivnosti sprejeti ustrezne organizacijske 
ter tehnične varnostne ukrepe. 
 
V zvezi s prvo tezo je bila obravnavana pogodba o nerazkrivanju poslovnih skrivnosti. Gre za 
inominatno pogodbo, ki zakonsko ni urejena in se je razvila s prakso. V pogodbi o nerazkrivanju 
poslovnih skrivnosti se opredelijo pravice in obveznosti pogodbenih strank v zvezi s 
pridobitvijo in uporabo poslovnih skrivnosti, ki jih ena stranka razkrije drugi (razkritje je lahko 
tudi vzajemno) zaradi uresničitve namena, ki ga stranki zasledujeta. Predstavljeni so bili glavni 
elementi pogodbe in nekatera tveganja povezana s sklenitvijo tovrstnih pogodb. Poudarjeno je 
bilo, da je za gospodarno razpolaganje s poslovnimi skrivnostmi bistvena natančna opredelitev 
pravic in obveznosti. V nasprotnem primeru je pogodba sama sebi namen in ne zasleduje 
svojega osnovnega cilja, to je varstva poslovnih skrivnosti. Prva teza je bila s tem potrjena. 
 
V zvezi z drugo tezo je bila obravnavana pravna ureditev varstva poslovne skrivnosti v 
Republiki Sloveniji in EU pred nedavnim sprejetjem nove zakonodaje. Pri tem je bilo potrjeno, 
da je bila zakonodaja pomanjkljiva in razdrobljena, ureditev v državah članicah EU pa neenotna 
in neučinkovita. Prav tako je bilo ugotovljeno, da raven varstva poslovnih skrivnosti v nekaterih 
državah ni zadostna.197 To je predstavljalo težave pri poslovanju podjetij na notranjem trgu EU 
                                                          
197 Baker & McKenzie – Milan, Report on Trade Secrets for the European Commission, MARKT/2011/128D, 2013, str. 23 
(online); URL: <https://ec.europa.eu/docsroom/documents/14838/attachments/1/translations/en/renditions/pdf> (08.09.2019). 
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saj niso imela na voljo učinkovitih pravnih sredstev za boj proti zlorabam njihovih poslovnih 
skrivnosti. Z Direktivo (EU) 2016/943 je bila vzpostavljena enotna definicija pojma poslovne 
skrivnosti hkrati pa je bilo državam članicam EU naloženo, da zagotovijo ustrezne postopke in 
ukrepe za učinkovito pravno postopanje. Podana je tudi detajlna obravnava Zakona o poslovnih 
skrivnosti, s katerim je Republika Slovenija poskrbela za prenos Direktive (EU) 2016/943 v 
slovenski pravni red. Čeprav se v zvezi z ureditvijo po Direktivi (EU) 2016/943 in Zakonu o 
poslovni skrivnosti porajajo nekatera teoretična vprašanja na katera bo dala odgovore sodna 
praksa avtor zaključuje, da je bil na normativni ravni storjen korak naprej k zagotovitvi boljšega 
položaja imetnikov poslovnih skrivnosti. Druga teza je bila s tem potrjena. 
 
V zvezi s tretjo tezo so bili okvirno predstavljeni varnostni ukrepi, katerih namen je zagotovitev 
varstva poslovnih skrivnosti. Poudarjeno je bilo, da je poleg same sklenitve pogodbe o ne 
razkrivanju poslovnih skrivnosti ključen način udejstvovanja pogodbe v praksi, kar 
predpostavlja sprejetje ustreznih organizacijskih in varnostnih ukrepov s strani podjetij. 
Navedeno potrjuje, da sklenitev pogodbe o nerazkrivanju poslovnih skrivnosti predstavlja 
pravilno postopanje podjetij, vendar za skrbno gospodarjenje s poslovnimi skrivnostmi pa še 
zdaleč ni dovolj. Tretja teza je bila s tem potrjena. 
 
S potrditvijo zgornjih tez je potrjena tudi glavna hipoteza. Sklenitev pogodbe o nerazkrivanju 
zaupnih podatkov predstavlja pomemben korak pri izkazovanju skrbnosti podjetij, ko 
sodelujejo s tretjimi osebami in s tem namenom posredujejo oziroma prejemajo poslovne 
skrivnosti. Vendar pa je pogodba o nerazkrivanju poslovnih skrivnosti brez ustrezne skrbnosti 
pri pripravi in brez vzpostavitve primerne varnostne kulture ter zagotovitve ustreznih 
preventivnih organizacijskih in tehničnih varnostnih ukrepov, ki zlorabe preprečujejo pogosto 




8. VIRI IN LITERATURA  
 
8.1. Znanstvene monografije ter članki  
 
Abe, L. K., Negotiating and drafting IT agreements Confidentiality agreements, 2006. 
 
Anžič, A., Tajnost kot družbeni fenomen – varnostni vidiki, Varstvoslovje : revija za teorijo in 
prakso varstvoslovja, letn. 3, št. 1/2, 2011, str. 33-41 
 
Bertoncelj, B., Analiza stališč v zvezi z zaščito poslovne skrivnosti, Psihološka obzorja / 
Horizons of Psychology, 10, 2, 2001, str. 113-122. 
 
Bertoncelj, B., Evropski vidik zaščite poslovne skrivnosti, Korporativna varnost, št. 7, 2014, 
str. 29-31.  
 
Brandwein, N., J., WeWork – Service Excellence through Business Model Innovation: Creating 
Outstanding Customer Experiences by Leveraging Data, Analytics and Digital Technologies, 
INSEAD, 04/2019-6488. 
 
Deisinger, M., Kazenski zakonik : s komentarjem. Posebni del, 1. natis. - Ljubljana : GV 
založba, 2002. 
 
Drev, A, Materialnopravni in procesni vidiki pogodbene kazni, Podjetje in delo, št. 1, 2012, str. 75. – 
95. 
 
Grassie, G., Trade secrects - the new EU enforcement regime, Journal of Intellectual Property 
Law & Practice, 2014, Vol. 9, No. 8.  
 
Gostiša, E., Levovnik, J.,  Varstvo poslovne skrivnosti, Pravna praksa 2019, št. 7, str. 10 – 12. 
 
Gostiša, E., Levovnik, J., Sodno varstvo poslovnih skrivnosti, Pravna praksa 2019, št. 8, str. 8 




Grilc, P., Pravnoteoretični pogledi na trgovanje z notranjimi informacijami oziroma na podlagi 
notranjih (insider dealing) in ureditev v primerjalnem pravu, Podjetje in delo : revija za 
gospodarsko, delovno in socialno pravo, let. 20, št. 2, 1994, str. 160-180. 
 
Grilc, P. in ostali, Zakon o preprečevanju omejevanja konkurence (ZPOmK-1) : s komentarjem, 
znanstvena monografija, 1. natis. - Ljubljana : GV založba, 2009. 
 
Hatzis, A., N., Having the ake and eating it too: Efficient penalty clauses in common and civil 
contract law, International review of law and economics, VOL 22, 2003, str. 381 – 406. 
 
Jakulin, V., Trgovanje na podlagi zaupnih notranjih informacij (insider trading), Pravna praksa, 
2005, št. 23, str. 16. 
 
Juhart, M., Odločanje o izvedbi skrbnega pregleda (due diligence) v kapitalskih družbah, 
Podjetje in delo, 2011, št. 1, str. 15. 
 
Kontarščak, K. A., Nekatera odprta vprašanja Zakona o poslovni skrivnosti, Pravna praksa 
2019, št. 20, str. 11 – 12.  
 
Kocbek, M., in ostali, Veliki komentar Zakona o gospodarskih družbah, druga dopolnjena izd. 
z novelami ZGD-1A do ZGD-1H, 1. knjiga, 1. natis. - Ljubljana : IUS Software, GV založba, 
2014. 
 
Kop, I., Varovanje in zaščita poslovnih skrivnosti, Gospodarski vestnik, Ljubljana, 1995.  
 
Potočnik, M., Poslovna skrivnost pri vpogledih v ponudbe konkurenčnih ponudnikov, Pravna 
praksa, 2009, št. 44, str. 22. 
 
Primec, A.,  Vzpostavljanje zasebnih baz podatkov o gospodarskih subjektih, Podjetje in delo, 
2015, št. 2, str. 379. 
 
Pungartnik, P., Kazenska odgovornost pri zlorabi notranjih informacij, Varstvoslovje: revija za 




Selinšek, L., Kazniva dejanja zoper gospodarstvo po noveli KZ-1B (2. del), Pravna praksa, št. 
36, 2012, str. 22. 
 
Sias, S., L., Confidentiality and Nondisclosure Agreements, Illinois Institute for Continuing 
Legal Education in Business Law Series, Vol. IV: Mergers and Acquisitions, 2005, 
Supplement, Updated 2008. 
 
Šepec, M., Korošec, D., Dileme kaznivega dejanja neupravičene izdaje poklicne skrivnosti. 
Zbornik znanstvenih razprav, 2017, št. 77, str. 53.  
 
Šetinc, Tekavc, M., Pregled sodne prakse s področja varovanja osebnih podatkov, zaupnosti, 
poslovne skrivnosti, Delavci in Delodajalci, št. 2-3, 2018, str. 285 – 307. 
 
Šime, I., Prelič, S., Korporacijsko pravo : pravni položaj gospodarskih subjektov, Druga 
dopolnjena in predelana izdaja: GV založba ; V Mariboru : Pravna fakulteta, Ljubljana 2009. 
 
Šinkovec, J., in Tratar B., Obligacijski zakonik : s komentarjem in sodno prakso, Lesce: Oziris, 
2001. 
 
Tarman, M., Obvladovanje informacij - korelacija varovanja tajnih podatkov in poslovnih 
skrivnosti, Korporativna varnost, št. 1, 2012, str. 19-22. 
 
Zabel, B., Poslovna tajna, strokovna monografija, 1970. 
 
8.2. Spletni članki ter ostali spletni viri 
 
Baker & McKenzie – Milan, Report on Trade Secrets for the European Commission, 









Bird & Bird, Protecting confidential information: overview, Practical Law UK Articles – 
Thomson Reuters, 2018, ID: 8-384-4456, (online); URL: 
<https://uk.practicallaw.thomsonreuters.com/8-384-4456> (08.09.2019). 
 
European Commission, Protection against the unlawful acquisition of undisclosed know-how 
and business information (trade secrets) – frequently asked questions, 2013 (online); URL: 
<https://europa.eu/rapid/press-release_MEMO-13-1061_en.htm>. 
 




European Union Intellectual Property Office, The baseline of trade secrets litigation in the EU 





EUROPOL, European law enforcement agency, IOCTA 2016 (internet organised crime threat 




Evans, H., Keller, P., Dargham, C., Marschollek, D., Wilkinson, D., Vidal, O., Davidson, J., 
Norton Rose Fulbright LLP, Trade secret protection: guarding against a global threat, Practical 
Law UK Articles – Thomson Reuters, 2017, ID: 5-637-7032, (online); URL: 
<https://uk.practicallaw.thomsonreuters.com/5-637-7032> (08.09.2019). 
 
Evans, H., Keller, P., Dargham, C., Marschollek, D., Wilkinson, D., Vidal, O., Davidson, J., 
Norton Rose Fulbright LLP,  Trade secret protection: the regimes in key jurisdictions, Practical 





Evropski svet, Svet Evropske unije, Varovanje poslovnih skrivnosti: Svet sprejel novo 
direktivo, 2016, (online); URL: <http://www.consilium.europa.eu/sl/press/press-
releases/2016/05/27/trade-secrets-new-directive/> (08.09.2019). 
 
Feguš, P., Pogodba o nerazkrivanju poslovne skrivnosti – NDA, 2019, (online); URL: 
<http://fegus.si/pogodba-o-nerazkrivanju-poslovne-skrivnosti-nda/#> (08.09.2019). 
 
Hogan Lovells Internationall LLP, Study on Trade Secrets and Parasitic Copying (Look-alikes) 
MARKT/2010/20/D, Report on Trade Secrets for the European Commission, 2013 (online); 
URL: <https://publications.europa.eu/en/publication-detail/-/publication/068c999d-06d2-
4c8e-a681-a4ee2eb0e116> (08.09.2019).  
 
Koh, Aileene, 11 Mistakes That Could Invalidate Your NDA, 2019 (online); URL: 
<https://www.everynda.com/blog/11-ways-invalidate-nda/>. 
 
Kowalski, S. P., Krattiger, A., Confidentiality Agreements : A basis for Partnership, 2007, 
(online); URL: <http://www.iphandbook.org/handbook/ch07/p02/> (08092019). 
 




Li, B., State secrets, trade secrets and confidentiality: China, Practical Law UK Articles – 
Thomson Reuters, 2018, ID: 1-539-7306 (online); URL: 
<https://uk.practicallaw.thomsonreuters.com/1-539-7306> (08.09.2019).  
 
McManis Faulkner, The Not-So-Powerful Non-Disclosure Agreement (NDA), 2019 (online); 
URL: <https://www.jdsupra.com/legalnews/the-not-so-powerful-non-disclosure-72447/>. 
 
Ministrstvo za gospodarski razvoj in tehnologijo Republike Slovenije, Predlog Zakona o 








Morrow, R., Trade Secrets Directive: A balancing act, Practical Law UK Articles – Thomson 
Reuters, 2016, ID: 1-630-1987 (online); URL: <https://uk.practicallaw.thomsonreuters.com/1-
630-1987> (08.09.2019).  
 
Passman, P., Eight steps to secure trade secrets, 2016, (online); URL: 
<https://www.wipo.int/wipo_magazine/en/2016/01/article_0006.html> (08.09.2019). 
 
Pooley, J., Trade Secrets: the other IP right, 2013; (online). URL: 
<https://www.wipo.int/wipo_magazine/en/2013/03/article_0001.html> (08.09.2019). 
 




Smith, J., Welborn, J., Trade Secrets Directive: the need for harmonisation, Practical Law UK 
Articles – Thomson Reuters, 2016, ID: 5-633-8644, (online); URL: 
<https://uk.practicallaw.thomsonreuters.com/5-633-8644> (08.09.2019).  
 
Squire, N., Thomas, S., Westwell, T., Drafting confidentiality agreements: the DNA of and 
NDA, Practical Law UK Articles – Thomson Reuters, 2013, ID: 9-536-5387, (online); URL: 
<https://uk.practicallaw.thomsonreuters.com/9-536-5387> (08.09.2019).  
 
Squire Patton Boggs, The Trade Secrets Directive In Force – What UK Businesses Should 










Turner, S., Hogan Lovells, Trade Secrets Directive in practice: business as usual?, Practical 
Law UK Articles – Thomson Reuters, 2018, ID: W-014-5083, (online); URL: 
<https://uk.practicallaw.thomsonreuters.com/W-014-5083> (08.09.2019).  
 
Watts, P., Grzimek, P., Berliri, M., Dolamns, A., Maxwell, M., Kalaydjian, L., Pszonka, E., 
Non-disclosure agreements: key issues in international deals, Practical Law UK Articles – 
Thomson Reuters, 2013, ID: 1-524-1008, (online); URL: 
<https://uk.practicallaw.thomsonreuters.com/1-524-1008> (08.09.2019). 
 
Younson, F., Squire Sanders (UK) LLP, Draft directive on trade secrets: opening or closing 
Pandora's box?, Practical Law UK Articles – Thomson Reuters, 2014, ID: 0-565-5145, (online); 
URL: < https://uk.practicallaw.thomsonreuters.com/0-565-5145> (08.09.2019). 
 
8.3. Zakonodaja in drugi pravni predpisi 
 
Agreement on Trade-Related Aspects of Intellectual Property Rights, Apr. 15, 1994, Marrakesh 
Agreement Establishing the World Trade Organization, Annex 1C, 1869 U.N.T.S. 299, 33 
I.L.M. 1197 (1994). 
 
Direktiva (EU) 2016/943 Evropskega parlamenta in sveta z dne 8. junija 2016 o varstvu 
nerazkritega strokovnega znanja in izkušenj ter poslovnih informacij (poslovnih skrivnosti) 
pred njihovo protipravno pridobitvijo, uporabo in razkritjem, (Uradni list Evropske unije L 
157/1). 
 
Kazenski zakonik, (Uradni list RS, št. 50/12 – uradno prečiščeno besedilo, 6/16 – popr., 54/15, 
38/16 in 27/17). 
 
Obligacijski zakonik, (Uradni list RS, št. 97/07 – uradno prečiščeno besedilo, 64/16 – odl. US 
in 20/18 – OROZ631). 
 
Ustava Republike Slovenije, (Uradni list RS, št. 33/91-I, 42/97 – UZS68, 66/00 – UZ80, 24/03 
– UZ3a, 47, 68, 69/04 – UZ14, 69/04 – UZ43, 69/04 – UZ50, 68/06 – UZ121,140,143, 47/13 – 




Zakon o avtorski in sorodnih pravicah, (Uradni list RS, št. 16/07 – uradno prečiščeno besedilo, 
68/08, 110/13, 56/15 in 63/16 – ZKUASP). 
 
Zakon o delovnih razmerjih , (Uradni list RS, št. 21/13, 78/13 – popr., 47/15 – ZZSDT, 33/16 – 
PZ-F, 52/16 in 15/17 – odl. US).  
 
Zakon o dostopu do informacij javnega značaja, (Uradni list RS, št. 51/06 – uradno prečiščeno 
besedilo, 117/06 – ZDavP-2, 23/14, 50/14, 19/15 – odl. US, 102/15 in 7/18). 
 
Zakon o gospodarskih družbah, (Uradni list RS, št. 65/09 – uradno prečiščeno besedilo, 33/11, 
91/11, 32/12, 57/12, 44/13 – odl. US, 82/13, 55/15, 15/17 in 22/19 – ZPosS). 
 
Zakon o izvršbi in zavarovanju, (Uradni list RS, št. 3/07 – uradno prečiščeno besedilo, 93/07, 
37/08 – ZST-1, 45/08 – ZArbit, 28/09, 51/10, 26/11, 17/13 – odl. US, 45/14 – odl. US, 53/14, 
58/14 – odl. US, 54/15, 76/15 – odl. US in 11/18). 
 
Zakon o javnem naročanju, (Uradni list RS, št. 91/15 in 14/18). 
 
Zakon o pravdnem postopku, (Uradni list RS, št. 73/07 – uradno prečiščeno besedilo, 45/08 – 
ZArbit, 45/08, 111/08 – odl. US, 57/09 – odl. US, 12/10 – odl. US, 50/10 – odl. US, 107/10 – 
odl. US, 75/12 – odl. US, 40/13 – odl. US, 92/13 – odl. US, 10/14 – odl. US, 48/15 – odl. US, 
6/17 – odl. US, 10/17 in 16/19 – ZNP-1) 
 
Zakon o preprečevanju omejevanja konkurence, (Uradni list RS, št. 36/08, 40/09, 26/11, 87/11, 
57/12, 39/13 – odl. US, 63/13 – ZS-K, 33/14, 76/15 in 23/17).  
 
Zakon o poslovni skrivnosti, (Uradni list RS, št. 22/19). 
 
 
8.4. Sodna praksa 
 





Ustavno sodišče Republike Slovenije, Sklep z opr. št. U-I-201/14, U-I-202/14 z dne 19. 
februarja 2015. 
 
Višje sodišče v Ljubljani, Sodba in sklep z opr. št. V Cpg 1260/2014 z dne 04. septembra 2014.  
 
Višje sodišče v Ljubljani, Sklep z opr. št. VII Kp 18870/2015 z dne 24. februarja 2016.  
 
Višje sodišče v Ljubljani, Sodba in sklep I Cpg 1201/2016 z dne 06. decembra 2017. 
 
Višje sodišče v Ljubljani, Sklep z opr. št. V Cpg 333/2018 z dne 05. julija 2018.  
 
Vrhovno sodišče Republike Slovenije, Sodba z opr. št. VIII Ips 211/2012 z dne 02. septembra 












________________________, (v nadaljevanju »prejemna stranka«) 
 










(1) Pogodbeni stranki uvodoma ugotavljata, da bosta poslovno sodelovali na področju 
________________________ (v nadaljevanju: »poslovni namen«). Poslovni namen od 
posredovalne stranke zahteva, da prejemno stranko seznani z določenimi informacijami, ki imajo 
naravo poslovne skrivnosti. 
 
(2) Namen sklenitve te pogodbe je določitev pravic in obveznosti v zvezi z razkritjem poslovnih 
skrivnosti ter njihovo uporabo ter preprečitev in/ali sanacija škode, ki bi posredovalni stranki lahko 
nastala v primeru nepooblaščenega razkritja poslovnih skrivnosti s strani prejemne stranke. 
 
 
DEFINICIJA POSLOVNE SKRIVNOSTI 
1. člen 
(1) V tej pogodbi se imenujejo "poslovne skrivnosti" vsi podatki in  informacije (ne glede na dejstvo, 
ali so kot zaupne tudi označene ali imajo oznako poslovna skrivnost) poslovne, komercialne, 
finančne in tehnične narave ter vse druge informacije, ki pri posredovalni stranki veljajo kot poslovna 
skrivnost ali jih je šteti kot poslovno skrivnost, četudi niso označene z oznako poslovna skrivnost, 
pa je očitno, da bi nastala občutna škoda, če bi zanjo izvedela nepooblaščena oseba, in so 
pripravljene in prejemni stranki posredovane v kakršnikoli obliki (otipljivi ali neotipljivi), na 
kateremkoli mediju vključno s programsko opremo, analizami, preglednicami, podatki, študijami, 
izračuni, diagrami, know-how informacijami, procesi in vsemi drugimi dokumenti. Kot poslovne 
skrivnosti štejejo tudi vsi dokumenti, ki jih prejemna stranka pripravi na podlagi takih informacij ali ki 
vsebujejo oziroma so popolnoma ali delno pripravljeni na podlagi takih informacij. Vsebina te 
pogodbe prav tako predstavlja poslovno skrivnost.  
 
(2) Poslovne skrivnosti, ki so predmet te pogodbe so definirane v Prilogi št. 1 k tej pogodbi.  
 
 
RAZKRITJE IN UPORABA POSLOVNIH SKRIVNOSTI POSREDOVALNE STRANKE 
2. člen 
(1) Pogodbeni stranki se strinjata, da bo posredovalna stranka prejemni stranki razkrila in zagotovila 
poslovne skrivnosti v obsegu kot je potrebno za uresničitev poslovnega namena. Prejemna stranka 
se zavezuje, da poslovnih skrivnosti posredovalne stranke ne bo posredovala tretji osebi, bodisi 





(2) Prejemni stranki je dovoljeno razkriti poslovne skrivnosti zgolj svojim zaposlenim, ki so zavezani k 
varstvo poslovnih skrivnosti in v obsegu, ki je potreben za uspešno opravljanje njihovega dela in 
uresničevanje poslovnega namena. Seznam zaposlenih, ki bodo seznanjeni s poslovno skrivnostjo 
na strani prejemne stranke je vsebovan v Prilogi št. 2 k tej pogodbi. Vse ostale fizične in pravne 
osebe so za namene te pogodbe označene kot tretje osebe. V primeru spremembe seznama mora 
prejemna stranka posredovalno nemudoma obvestiti, v vsakem primeru pa se zavezuje, da bodo 
poslovne skrivnosti razkrite zgolj tistim zaposlenim, ki morajo biti zaradi uresničevanje poslovnega 
namena z njimi seznanjeni. 
 
(3) Prejemna stranka se zavezuje, da bo v zvezi s poslovnim namenom ter razkritimi poslovnimi 
skrivnostmi komunicirala zgolj z osebami, zaposlenimi pri posredovalni stranki. Seznam zaposlenih 
posredovalne stranke je vsebovan v Prilogi št. 3 k tej pogodbi. V primeru spremembe seznama mora 
posredovalna stranka prejemno nemudoma obvestiti. 
 
 
PRAVICE V ZVEZI S POSLOVNIMI SKRIVNOSTMI 
3. člen 
Pogodbeni stranki sta soglasni, da vse poslovne skrivnosti so in ostanejo, ne glede na razkritje po tej 
pogodbo, izključna last posredovalne stranke. Posredovalna stranka z razkritjem poslovnih skrivnosti ne 
prenaša na prejemno stranko nikakršne izrecne ali domnevne pravice, vključno z, brez omejitev 
pravicami industrijske in intelektualne lastnine, razen kot je izrecno drugače določeno v tej pogodbi. 
 
 
STANDARD VAROVANJA IN ZAGOTAVLJANJE VARNOSTNIH UKREPOV 
4. člen 
Prejemna stranka se zavezuje, da bo: 
 pridobljene poslovne skrivnosti varovala in jih uporabljala zgolj za uresničevanje poslovnega namena 
in zgolj v obsegu v katerem jih je pridobila.  
 poslovne skrivnosti varovala s skrbnostjo dobrega gospodarstvenika, najmanj po enakih standardih 
varstva informacij, kot jih uporablja za varovanje lastnih poslovnih skrivnosti, in 
 s poslovnimi skrivnostmi posredovalne stranke ravnala in jih uporabljala na način s katerim bo 
preprečeno kakršnokoli nepooblaščeno razkrivanje le-teh tretjim osebam. S tem namenom bo ves 
čas trajanja te pogodbe oziroma dokler bo razpolagala s poslovnimi skrivnostmi posredovalne 
stranke (kar bo trajalo kasneje) zagotavljala ukrepe dogovorjene s to pogodbo, vključno z ukrepi 
dogovorjenimi v Prilogi št. 4 k tej pogodbi. 
 
VRNITEV OZ. UNIČENJE POSLOVNIH SKRIVNOSTI 
5. člen 
Posredovalna stranka lahko kadarkoli pisno zahteva vrnitev in/ali uničenje katerekoli posredovane 
poslovne skrivnosti in povezane dokumente, ki so nastali na podlagi poslovnih skrivnosti in tudi vse 
eventualne kopije, vključno s pisno izjavo prejemne stranke, da tovrstnih informacij in/ali kopije le-teh ni 
zavestno zadržala v svoji lasti ali pod svojim nadzorom (posrednim ali neposrednim). Prejemna stranka 






Za namene te pogodbe se kot poslovne skrivnosti ne bodo štele informacije za katere 
prejemna stranka lahko dokaže da:  
 so bile prejemni stranki znane ali pa so bile javno dostopne, še preden jih je prejela s strani 
posredovalne stranke; 
 so ali postanejo javno dostopne, ne da bi šlo za storitev in/ali opustitev, ki bi pomenila kršitev te 
pogodbe; 
 jih je prejemna stranka razvila in/ali pridobila neodvisno od posredovalne stranke in ne izhajajo iz 
druge informacije, ki imajo naravo poslovne skrivnosti po tej pogodbi;  
 se morajo razkriti na podlagi odločbe sodišča in/ali drugega državnega organa v skladu s z 
relevantnimi zakoni in drugimi pravnimi predpisi. V teh primerih mora prejemna stranka: (i) 
nemudoma obvestiti nasprotno stranko pred posredovanjem zahtevanih informacij,  in se zavezuje 
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sprejeti vse take ukrepe, da se omeji razkritje ne le najnujnejši obseg vključujoč z zahtevo za tajno 
obravnavo poslovnih skrivnosti v okviru relevantnega postopka; 
 jih prejemna stranka na podlagi pisnega pooblastila posredovalne stranke lahko posreduje tretji 
osebi; 
 jih je prejemna stranka prejela od tretje osebe, ki pri posredovanju le-teh, ni kršila nobenih lastnih 
obveznosti in/ali pogodb o nerazkrivanju poslovnih skrivnosti in/ali drugih pogodb, oziroma je tretja 
oseba ob razkritju informacij prejemni stranki izkazala, da je ne veže nobena obveznost ali pogodba 
o varovanju poslovnih skrivnosti in/ali druga pogodba; 
 
 
POTRDITVE IN JAMSTVA 
7. člen 
Vsaka pogodbena stranka potrjuje in jamči drugi stranki, da je ustanovljena in deluje skladno z veljavnimi 
predpisi v državi, v kateri je ustanovljena, ter da pravno veljavno sklepa to pogodbo in da bo izvedla vse 
potrebne aktivnosti v zvezi z uresničevanjem te pogodbe. 
 
NEPOOBLAŠČENO RAZKRITJE POSLOVNIH SKRIVNOSTI 
8. člen 
(1) Nepooblaščeno razkritje in/ali uporaba poslovnih skrivnosti za namene te pogodbe pomeni vsak 
prenos, razkritje, posredovanje, distribucija in/ali vsako drugo razpolaganje s poslovnimi 
skrivnostmi posredovalne stranke, razen kot je izrecno dogovorjeno v tej pogodbi. 
 
(2) Prejemna stranka bo takoj po odkritju vsake nepooblaščene uporabe ali razkritja poslovnih skrivnosti 
s strani tretje osebe in/ali vsake druge kršitve te pogodbe z njene strani oziroma njenih zaposlenih, 
nemudoma obvestila posredovalno stranko. Prejemna stranka bo s posredovalno stranko 
sodelovala na vse razumne načine,  da  bi  ji  pomagala  pri  ponovni  pridobitvi  poslovnih skrivnosti  
in/ali  pri  preprečitvi njihove nadaljnje nepooblaščene uporabe ali razkritja vključujoč s sprožitvijo 
relevantnih sodnih in drugih postopkov. 
 
 
POGODBENA KAZEN IN ODŠKODNINSKA ODGOVORNOST  
9. člen 
(1) Pogodbeni stranki soglašata, da se vsak primer kršitve določil te pogodbe, bodisi s strani prejemne 
stranke bodisi s strani tretje osebe zaradi ravnanj prejemne stranke kaznuje s pogodbeno kaznijo v 
višini ZNESEK EUR. 
 
(2) Prejemna stranka je v primeru kršitev določil te pogodbe poleg pogodbene kazni dolžna povrniti še 
celotno razliko do popolne odškodnine (celotno materialno in nematerialno škodo), ki je nastala iz 
zgoraj navedenih razlogov.  
 
 
KLAVZULA O PREPOVEDI NAGOVARJANJA (SOLICITIRANJA) ZAPOSLENIH IN POGODBENIH 
PARTNERJEV K PREKINITVI RAZMERJA 
10. člen 
Pogodbeni stranki se zavezujeta, da, brez predhodno pridobljenega soglasja v pisni obliki s strani 
zakonitega zastopnika druge pogodbene stranke, za čas celotnega obdobja veljavnosti pogodbe 
oziroma trajanja zadnje od pogodbenih obveznosti (kar sledi kasneje) in še 12 mesecev po tem obdobju, 
ne bosta (njuni zaposleni) neposredno in/ali posredno nagovarjali (solicitirali) in/ali na drug podoben 
način pristopili k zaposlenim druge pogodbene stranke, z namenom prekinitve oziroma drugega 
podobnega vplivanja na obstoječo razmerje z drugo pogodbeno stranko, oziroma z namenom zaposlitve 
oziroma drugih oblik poslovnega sodelovanja, bodisi v svojem imenu in za svoj račun, bodisi za račun 
povezanih družb in/ali tretjih oseb. V primeru kršitve te obveznosti se pogodbeni stranki zavezujeta, da 
bosta drugi pogodbeni stranki povrnili vsakršno škodo, ki bi lahko slednji nastala iz tega naslova. Hkrati 
soglašata, da mora pogodbena stranka kršiteljica, drugi pogodbeni stranki v primeru vsakršne kršitve 







Ta pogodba se sklepa za obdobje trajanja poslovnega namena, predvidoma ŠTEVILO mesecev in je 
zavezujoča z dnem podpisa te pogodbe s strani zakonitih zastopnikov obeh pogodbenih strank. 
Obveznost varovanja poslovnih skrivnosti prejemne stranke je trajna, razen v kolikor  
 
 
UPORABA PRAVA IN PRISTOJNO SODIŠČE 
12. člen 
Pogodbeni stranki soglašata, da se za tolmačenje določb te pogodbe uporablja slovensko pravo in da 
bosta morebitne spore iz te pogodbe reševali na miren in sporazumen način. V kolikor sporov ne bo 






(1) Pogodbeni stranki soglašata, da ta pogodba predstavlja celotni dogovor o poslovnem sodelovanju 
ter nadomešča vse prejšnje ustne ali pisne pogodbe, ureditve, dogovore, zagotovila in/ali 
sporazume med strankama v povezavi s predmetom te pogodbe. 
 
(2) Vse spremembe, dopolnila in podrobnejše razlage v tej pogodbi so veljavne le, če so sklenjene v 
pisni obliki in podpisane s strani zakonitih zastopnikov obeh pogodbenih strank. V primeru, da eno 
ali več določil te pogodbe postane neveljavno, nezakonito ali neizvedljivo v kakršnemkoli pogledu, 
ta neveljavnost, nezakonitost ali neizvedljivost ne bo vplivala na nobeno drugo določilo te pogodbe 
in se bo le-ta izvajala kolikor je le možno v skladu z originalnimi pogoji in namenom. 
 
(3) V primeru, da s to pogodbo ni kaj določeno, se neposredno uporabljajo določila veljavnega zakona 
o poslovni skrivnosti Uradni list RS, št. 22/19) in/ali druge relevantne zakonodaje veljavne v času 
morebitne kršitve te pogodbe. 
 
(4) Pogodba je sestavljena v dveh (2) enakih izvodih, od katerih prejme vsaka pogodbena stranka po 
en (1) izvod. 
 
 
POSREDOVALNA STRANKA    PREJEMNA STRANKA 
FIRMA PREJEMNE STRANKE    FIRMA PREJEMNE STRANKE 
 
 
___________________________   ___________________________ 
(Naziv, ime in priimek)     (Naziv, ime in priimek) 
 
___________________________   ___________________________ 




PRILOGA ŠT. 1 K POGODBI O VAROVANJU POSLOVNE SKRIVNOSTI IN NERAZKRIVANJU 
PODATKOV – SEZNAM POSLOVNIH SKRIVNOSTI 
 
 
PRILOGA ŠT. 2 K POGODBI O VAROVANJU POSLOVNE SKRIVNOSTI IN NERAZKRIVANJU 
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PRILOGA ŠT. 3 K POGODBI O VAROVANJU POSLOVNE SKRIVNOSTI IN NERAZKRIVANJU 
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