Noot bij: EHRM 4 december 2008, 2009, (S. and Marper t. het Verenigd Koninkrijk) by Staak, M.G.J.M. van der






The following full text is an author's version which may differ from the publisher's version.
 
 





Please be advised that this information was generated on 2018-07-08 and may be subject to
change.
HET OPSLAAN VAN VINGERAFDRUKKEN, CELMATERIAAL EN DNA- 
PROFIELEN VAN NIET-VEROORDEELDEN
Europees Hof voor de Rechten van de Mens 4 december 20081 
S. en M arper tegen het Verenigd Koninkrijk (Appl.no. 30562/04 en 30566/04) 
Met noot van M artine van der Staak
Klagers, twee niet-veroordeelden, menen dat het opslaan van hun vingerafdrukken, 
celmateriaal en DNA-profielen in strijd is met artikel 8 EVRM. De Grote Kamer van het 
EHRM concludeert unaniem dat het opslaan van deze gegevens na vrijspraak respectievelijk 
sepot in strijd is met art. 8 EVRM. Hiermee lijkt de deur gesloten voor een (semi-) 
bevolkingsbrede DNA-databank voor de lidstaten van de Raad van Europa.
De problematiek in deze zaak werpt allerlei vragen op over fundamentele beginselen in het 
strafprocesrecht. Welke persoonsgegevens worden door het recht op privacy beschermd? 
Vormt het opslaan van gegevens van niet-veroordeelden een inbreuk op de 
onschuldpresumptie o f het gelijkheidsbeginsel o f beiden? Speelt het nemo tenetur-beginsel 
een rol bij het opslaan van identificerende persoonskenmerken voor strafrechtelijke 
doeleinden?Het EHRM lijkt bij het beantwoorden van enkele van deze fundamentele vragen 
een slag om de arm te willen houden.
FEITEN
Klager S. werd op 11-jarige leeftijd op verdenking van een gewapende overval gearresteerd, 
maar daarvan later vrijgesproken. Klager Marper werd op verdenking van mishandeling van 
zijn echtgenoot (huiselijk geweld) gearresteerd. Deze zaak werd later geseponeerd. Van beide 
klagers werden bij de arrestatie vingerafdrukken en celmateriaal (voor het vaststellen van een 
DNA-profiel) afgenomen en opgeslagen. Beiden hebben verzocht om vernietiging van hun 
vingerafdrukken en DNA-profielen, maar in beide zaken heeft de politie dit geweigerd. 
Klagers hebben tegen het niet-vernietigen van hun vingerafdrukken en DNA-profielen 
bezwaar gemaakt bij de ‘Administrative Court’. Op 22 maart 2002 heeft het Administrative 
Court dit bezwaar ongegrond verklaard. Op 12 september 2002 buigt het Court o f Appeal 
zich over de zaak en laat de uitspraak van de ‘Administrative Court’ in stand met een 
meerderheid van twee tegen één. Op 22 juli 2004 vangen de klagers eveneens bot bij het 
House o f Lords en wenden zij zich tot het EHRM.
UITSPRAAK
THELAW
1 Sam enstelling H of (Grand Chamber): Costa (President), Rozakis, Bratza, Lorenzen, Tulkens, Casadevall, 
Bonello, Bïrsan, Vajic, Kovler, Pavlovschi, M yjer, Jocienè, Sikuta, Villiger, Hirvela, Bianku.
2 M r. M .G.J.M . van  der Staak is als docent en  prom ovenda verbonden aan de vaksectie straf(proces)recht aan de 
Radboud U niversiteit N ijmegen.
3 K lagers klagen over het niet-vernietigen en  het EH R M  veroordeelt w egens het opslaan v an  de 
persoonsgegevens. M.i. zijn  de begrippen ‘niet-vernietigen’ en ‘opslaan’ in  dit verband synoniemen.
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I. ALLEGED VIOLATION OF ARTICLE 8 OF THE CONVENTION
58. The applicants complained under Article 8 of the Convention about the retention of their 
fingerprints, cellular samples and DNA profiles pursuant to section 64 (1A) of the Police and 
Criminal Evidence Act 1984 (“the PACE”). Article 8 provides, so far as relevant, as follows:
“1. Everyone has the right to respect for his private ... life ...
2. There shall be no interference by a public authority with the exercise of this right 
except such as is in accordance with the law and is necessary in a democratic society ... 
for the prevention of disorder or crime...”
1. Existence of an interference with private life
59. The Court will first consider whether the retention by the authorities of the applicants' 
fingerprints, DNA profiles and cellular samples constitutes an interference in their private 
life.
A. The parties' submissions 
[...]
B. The Court’s assessment
1. General principles
66. The Court recalls that the concept of “private life” is a broad term not susceptible to 
exhaustive definition. It covers the physical and psychological integrity of a person (see 
Pretty v. the United Kingdom, no. 2346/02, § 61, ECHR 2002-III, and Y.F. v. Turkey, 
no. 24209/94, § 33, ECHR 2003-IX). It can therefore embrace multiple aspects of the 
person's physical and social identity (see Mikulic v. Croatia, no. 53176/99, § 53, ECHR 
2002-I). Elements such as, for example, gender identification, name and sexual orientation 
and sexual life fall within the personal sphere protected by Article 8 (see, among other 
authorities, Bensaid v. the United Kingdom, no. 44599/98, § 47, ECHR 2001-I with further 
references, and Peck v. the United Kingdom, no. 44647/98, § 57, ECHR 2003-I). Beyond a 
person's name, his or her private and family life may include other means of personal 
identification and of linking to a family (see mutatis mutandis Burghartz v. Switzerland, 22 
February 1994, § 24, Series A no. 280-B; and Unal Tekeli v. Turkey, no. 29865/96, § 42, 
ECHR 2004-X (extracts)). Information about the person's health is an important element of 
private life (see Z. v. Finland, 25 February 1997, § 71, Reports o f Judgments and Decisions 
1997-I). The Court furthermore considers that an individual's ethnic identity must be 
regarded as another such element (see in particular Article 6 of the Data Protection 
Convention quoted in paragraph 41 above, which lists personal data revealing racial origin as 
a special category of data along with other sensitive information about an individual). Article
8 protects in addition a right to personal development, and the right to establish and develop 
relationships with other human beings and the outside world (see, for example, Burghartz, 
cited above, opinion of the Commission, p. 37, § 47, and Friedl v. Austria, judgment of 31 
January 1995, Series A no. 305-B, opinion of the Commission, p. 20, § 45). The concept of 
private life moreover includes elements relating to a person's right to their image (Sciacca v. 
Italy, no. 50774/99, § 29, ECHR 2005-I).
67. The mere storing of data relating to the private life of an individual amounts to an 
interference within the meaning of Article 8 (see Leander v. Sweden, 26 March 1987, § 48,
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Series A no. 116). The subsequent use of the stored information has no bearing on that 
finding (Amann v. Switzerland [GC], no. 27798/95, § 69, ECHR 2000-II). However, in 
determining whether the personal information retained by the authorities involves any of the 
private-life aspects mentioned above, the Court will have due regard to the specific context in 
which the information at issue has been recorded and retained, the nature of the records, the 
way in which these records are used and processed and the results that may be obtained (see, 
mutatis mutandis, Friedl, cited above, §§49-51, and Peck v. the United Kingdom, cited above, 
§ 59).
2. Application o f the principles to the present case
68. The Court notes at the outset that all three categories of the personal information retained 
by the authorities in the present cases, namely fingerprints, DNA profiles and cellular 
samples, constitute personal data within the meaning of the Data Protection Convention as 
they relate to identified or identifiable individuals. The Government accepted that all three 
categories are “personal data” within the meaning of the Data Protection Act 1998 in the 
hands of those who are able to identify the individual.
69. The Convention organs have already considered in various circumstances questions 
relating to the retention of such personal data by the authorities in the context of criminal 
proceedings. As regards the nature and scope of the information contained in each of these 
three categories of data, the Court has distinguished in the past between the retention of 
fingerprints and the retention of cellular samples and DNA profiles in view of the stronger 
potential for future use of the personal information contained in the latter (see Van der 
Velden v. the Netherlands (dec.), no. 29514/05, ECHR 2006-...). The Court considers it 
appropriate to examine separately the question of interference with the applicants' right to 
respect for their private lives by the retention of their cellular samples and DNA profiles on 
the one hand, and of their fingerprints on the other.
(i) Cellular samples and DNA profiles
70. In Van der Velden, the Court considered that, given the use to which cellular material in 
particular could conceivably be put in the future, the systematic retention of that material was 
sufficiently intrusive to disclose interference with the right to respect for private life (see Van 
der Velden cited above). The Government criticised that conclusion on the ground that it 
speculated on the theoretical future use of samples and that there was no such interference at 
present.
71. The Court maintains its view that an individual's concern about the possible future use of 
private information retained by the authorities is legitimate and relevant to a determination of 
the issue of whether there has been an interference. Indeed, bearing in mind the rapid pace of 
developments in the field of genetics and information technology, the Court cannot discount 
the possibility that in the future the private-life interests bound up with genetic information 
may be adversely affected in novel ways or in a manner which cannot be anticipated with 
precision today. Accordingly, the Court does not find any sufficient reason to depart from its 
finding in the Van der Velden case.
72. Legitimate concerns about the conceivable use of cellular material in the future are not, 
however, the only element to be taken into account in the determination of the present issue. 
In addition to the highly personal nature of cellular samples, the Court notes that they contain 
much sensitive information about an individual, including information about his or her 
health. Moreover, samples contain a unique genetic code of great relevance to both the 
individual and his relatives. In this respect the Court concurs with the opinion expressed by 
Baroness Hale in the House of Lords (see paragraph 25 above).
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73. Given the nature and the amount of personal information contained in cellular samples, 
their retention per se must be regarded as interfering with the right to respect for the private 
lives of the individuals concerned. That only a limited part of this information is actually 
extracted or used by the authorities through DNA profiling and that no immediate detriment 
is caused in a particular case does not change this conclusion (see Amann cited above, § 69).
74. As regards DNA profiles themselves, the Court notes that they contain a more limited 
amount of personal information extracted from cellular samples in a coded form. The 
Government submitted that a DNA profile is nothing more than a sequence of numbers or a 
bar-code containing information of a purely objective and irrefutable character and that the 
identification of a subject only occurs in case of a match with another profile in the database. 
They also submitted that, being in coded form, computer technology is required to render the 
information intelligible and that only a limited number of persons would be able to interpret 
the data in question.
75. The Court observes, nonetheless, that the profiles contain substantial amounts of unique 
personal data. While the information contained in the profiles may be considered objective 
and irrefutable in the sense submitted by the Government, their processing through 
automated means allows the authorities to go well beyond neutral identification. The Court 
notes in this regard that the Government accepted that DNA profiles could be, and indeed had 
in some cases been, used for familial searching with a view to identifying a possible genetic 
relationship between individuals. They also accepted the highly sensitive nature of such 
searching and the need for very strict controls in this respect. In the Court's view, the DNA 
profiles' capacity to provide a means of identifying genetic relationships between individuals 
(see paragraph 39 above) is in itself sufficient to conclude that their retention interferes with 
the right to the private life of the individuals concerned. The frequency of familial searches, 
the safeguards attached thereto and the likelihood of detriment in a particular case are 
immaterial in this respect (see Amann cited above, § 69). This conclusion is similarly not 
affected by the fact that, since the information is in coded form, it is intelligible only with the 
use of computer technology and capable of being interpreted only by a limited number of 
persons.
76. The Court further notes that it is not disputed by the Government that the processing of 
DNA profiles allows the authorities to assess the likely ethnic origin of the donor and that 
such techniques are in fact used in police investigations (see paragraph 40 above). The 
possibility the DNA profiles create for inferences to be drawn as to ethnic origin makes their 
retention all the more sensitive and susceptible of affecting the right to private life. This 
conclusion is consistent with the principle laid down in the Data Protection Convention and 
reflected in the Data Protection Act that both list personal data revealing ethnic origin among 
the special categories of sensitive data attracting a heightened level of protection (see 
paragraphs 30-31 and 41 above).
77. In view of the foregoing, the Court concludes that the retention of both cellular samples 
and DNA profiles discloses an interference with the applicants' right to respect for their 
private lives, within the meaning of Article 8 § 1 of the Convention.
(ii) Fingerprints
78. It is common ground that fingerprints do not contain as much information as either 
cellular samples or DNA profiles. The issue of alleged interference with the right to respect 
for private life caused by their retention by the authorities has already been considered by the 
Convention organs.
79. In McVeigh, the Commission first examined the issue of the taking and retention of 
fingerprints as part of a series of investigative measures. It accepted that at least some of the 
measures disclosed an interference with the applicants' private life, while leaving open the
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question of whether the retention of fingerprints alone would amount to such interference 
(McVeigh, O'Neill and Evans (no. 8022/77, 8025/77 and 8027/77, Report of the Commission 
of 18 March 1981, DR 25, p.15, § 224).
80. In Kinnunen, the Commission considered that fingerprints and photographs retained 
following the applicant's arrest did not constitute an interference with his private life as they 
did not contain any subjective appreciations which called for refutation. The Commission 
noted, however, that the data at issue had been destroyed nine years later at the applicant's 
request (Kinnunen v. Finland, no. 24950/94, Commission decision of 15 May 1996).
81. Having regard to these findings and the questions raised in the present case, the Court 
considers it appropriate to review this issue. It notes at the outset that the applicants' 
fingerprint records constitute their personal data (see paragraph 68 above) which contain 
certain external identification features much in the same way as, for example, personal 
photographs or voice samples.
82. In Friedl, the Commission considered that the retention of anonymous photographs that 
have been taken at a public demonstration did not interfere with the right to respect for 
private life. In so deciding, it attached special weight to the fact that the photographs 
concerned had not been entered in a data-processing system and that the authorities had taken 
no steps to identify the persons photographed by means of data processing (see Friedl cited 
above, §§ 49-51).
83. In P.G. and J.H., the Court considered that the recording of data and the systematic or 
permanent nature of the record could give rise to private-life considerations even though the 
data in question may have been available in the public domain or otherwise. The Court noted 
that a permanent record of a person's voice for further analysis was of direct relevance to 
identifying that person when considered in conjunction with other personal data. It 
accordingly regarded the recording of the applicants' voices for such further analysis as 
amounting to interference with their right to respect for their private lives (see P.G. and J.H. 
v. the United Kingdom, no. 44787/98, § 59-60, ECHR 2001-IX).
84. The Court is of the view that the general approach taken by the Convention organs in 
respect of photographs and voice samples should also be followed in respect of fingerprints. 
The Government distinguished the latter by arguing that they constituted neutral, objective 
and irrefutable material and, unlike photographs, were unintelligible to the untutored eye and 
without a comparator fingerprint. While true, this consideration cannot alter the fact that 
fingerprints objectively contain unique information about the individual concerned allowing 
his or her identification with precision in a wide range of circumstances. They are thus 
capable of affecting his or her private life and retention of this information without the 
consent of the individual concerned cannot be regarded as neutral or insignificant.
85. The Court accordingly considers that the retention of fingerprints on the authorities' 
records in connection with an identified or identifiable individual may in itself give rise, 
notwithstanding their objective and irrefutable character, to important private-life concerns.
86. In the instant case, the Court notes furthermore that the applicants' fingerprints were 
initially taken in criminal proceedings and subsequently recorded on a nationwide database 
with the aim of being permanently kept and regularly processed by automated means for 
criminal-identification purposes. It is accepted in this regard that, because of the information 
they contain, the retention of cellular samples and DNA profiles has a more important impact 
on private life than the retention of fingerprints. However, the Court, like Baroness Hale (see 
paragraph 25 above), considers that, while it may be necessary to distinguish between the 
taking, use and storage of fingerprints, on the one hand, and samples and profiles, on the 
other, in determining the question of justification, the retention of fingerprints constitutes an 
interference with the right to respect for private life.
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2. Justification for the interference
A. The parties' submissions 
[...]
B. The Court’s assessment
(a) In accordance with the law
95. The Court recalls its well established case-law that the wording “in accordance with the 
law” requires the impugned measure both to have some basis in domestic law and to be 
compatible with the rule of law, which is expressly mentioned in the preamble to the 
Convention and inherent in the object and purpose of Article 8. The law must thus be 
adequately accessible and foreseeable, that is, formulated with sufficient precision to enable 
the individual -  if need be with appropriate advice -  to regulate his conduct. For domestic 
law to meet these requirements, it must afford adequate legal protection against arbitrariness 
and accordingly indicate with sufficient clarity the scope of discretion conferred on the 
competent authorities and the manner of its exercise (see Malone v. the United Kingdom, 2 
August 1984, §§ 66-68, Series A no. 82; Rotaru v. Romania [GC], no. 28341/95, § 55, ECHR 
2000-V; and Amann cited above, § 56).
96. The level of precision required of domestic legislation -  which cannot in any case provide 
for every eventuality -  depends to a considerable degree on the content of the instrument in 
question, the field it is designed to cover and the number and status of those to whom it is 
addressed (Hasan and Chaush v. Bulgaria [GC], no. 30985/96, § 84, ECHR 2000-XI, with 
further references).
97. The Court notes that section 64 of the PACE provides that the fingerprints or samples 
taken from a person in connection with the investigation of an offence may be retained after 
they have fulfilled the purposes for which they were taken (see paragraph 27 above). The 
Court agrees with the Government that the retention of the applicants' fingerprint and DNA 
records had a clear basis in the domestic law. There is also clear evidence that these records 
are retained in practice save in exceptional circumstances. The fact that chief police officers 
have power to destroy them in such rare cases does not make the law insufficiently certain 
from the point of view of the Convention.
98. As regards the conditions attached to and arrangements for the storing and use of this 
personal information, section 64 is far less precise. It provides that retained samples and 
fingerprints must not be used by any person except for purposes related to the prevention or 
detection of crime, the investigation of an offence or the conduct of a prosecution.
99. The Court agrees with the applicants that at least the first of these purposes is worded in 
rather general terms and may give rise to extensive interpretation. It reiterates that it is as 
essential, in this context, as in telephone tapping, secret surveillance and covert intelligence- 
gathering, to have clear, detailed rules governing the scope and application of measures, as 
well as minimum safeguards concerning, inter alia, duration, storage, usage, access of third 
parties, procedures for preserving the integrity and confidentiality of data and procedures for 
its destruction, thus providing sufficient guarantees against the risk of abuse and arbitrariness 
(see, mutatis mutandis, Kruslin v. France, 24 April 1990, §§ 33 and 35, Series A no. 176-A; 
Rotaru, cited above, § 57-59; Weber and Saravia v. Germany (dec.), no. 54934/00, ECHR 
2006-...; Association for European Integration and Human Rights and Ekimdzhiev v. 
Bulgaria, no. 62540/00, §§ 75-77, 28 June 2007; Liberty and Others v. the United Kingdom, 
no. 58243/00, § 62-63, 1 July 2008). The Court notes, however, that these questions are in 
this case closely related to the broader issue of whether the interference was necessary in a
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democratic society. In view of its analysis in paragraphs 105-126 below, the Court does not 
find it necessary to decide whether the wording of section 64 meets the “quality of law” 
requirements within the meaning of Article 8 § 2 of the Convention.
(b) Legitimate aim
100. The Court agrees with the Government that the retention of fingerprint and DNA 
information pursues the legitimate purpose of the detection, and therefore, prevention of 
crime. While the original taking of this information pursues the aim of linking a particular 
person to the particular crime of which he or she is suspected, its retention pursues the 
broader purpose of assisting in the identification of future offenders.
(c) Necessary in a democratic society
(i) General principles
101. An interference will be considered “necessary in a democratic society” for a legitimate 
aim if it answers a “pressing social need” and, in particular, if it is proportionate to the 
legitimate aim pursued and if the reasons adduced by the national authorities to justify it are 
"relevant and sufficient". While it is for the national authorities to make the initial assessment 
in all these respects, the final evaluation of whether the interference is necessary remains 
subject to review by the Court for conformity with the requirements of the Convention (see 
Coster v. the United Kingdom [GC], no. 24876/94, § 104, 18 January 2001, with further 
references).
102. A margin of appreciation must be left to the competent national authorities in this 
assessment. The breadth of this margin varies and depends on a number of factors including 
the nature of the Convention right in issue, its importance for the individual, the nature of the 
interference and the object pursued by the interference. The margin will tend to be narrower 
where the right at stake is crucial to the individual's effective enjoyment of intimate or key 
rights (see Connors v. the United Kingdom, no. 66746/01, § 82, 27 May 2004, with further 
references). Where a particularly important facet of an individual's existence or identity is at 
stake, the margin allowed to the State will be restricted (see Evans v. the United Kingdom 
[GC], no. 6339/05, § 77, ECHR 2007-...). Where, however, there is no consensus within the 
Member States of the Council of Europe, either as to the relative importance of the interest at 
stake or as to how best to protect it, the margin will be wider (see Dickson v. the United 
Kingdom [GC], no. 44362/04, § 78, ECHR 2007-...).
103. The protection of personal data is of fundamental importance to a person's enjoyment of 
his or her right to respect for private and family life, as guaranteed by Article 8 of the 
Convention. The domestic law must afford appropriate safeguards to prevent any such use of 
personal data as may be inconsistent with the guarantees of this Article (see, mutatis 
mutandis, Z ,  cited above, § 95). The need for such safeguards is all the greater where the 
protection of personal data undergoing automatic processing is concerned, not least when 
such data are used for police purposes. The domestic law should notably ensure that such 
data are relevant and not excessive in relation to the purposes for which they are stored; and 
preserved in a form which permits identification of the data subjects for no longer than is 
required for the purpose for which those data are stored (see Article 5 of the Data Protection 
Convention and the preamble thereto and Principle 7 of Recommendation R(87)15 of the 
Committee of Ministers regulating the use of personal data in the police sector). The 
domestic law must also afford adequate guarantees that retained personal data was efficiently 
protected from misuse and abuse (see notably Article 7 of the Data Protection Convention). 
The above considerations are especially valid as regards the protection of special categories 
of more sensitive data (see Article 6 of the Data Protection Convention) and more
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particularly of DNA information, which contains the person's genetic make-up of great 
importance to both the person concerned and his or her family (see Recommendation 
No. R(92)1 of the Committee of Ministers on the use of analysis of DNA within the 
framework of the criminal justice system).
104. The interests of the data subjects and the community as a whole in protecting the 
personal data, including fingerprint and DNA information, may be outweighed by the 
legitimate interest in the prevention of crime (see Article 9 of the Data Protection 
Convention). However, the intrinsically private character of this information calls for the 
Court to exercise careful scrutiny of any State measure authorising its retention and use by 
the authorities without the consent of the person concerned (see, mutatis mutandis, Z . cited 
above, § 96).
(ii) Application o f these principles to the present case
105. The Court finds it to be beyond dispute that the fight against crime, and in particular 
against organised crime and terrorism, which is one of the challenges faced by today's 
European societies, depends to a great extent on the use of modern scientific techniques of 
investigation and identification. The techniques of DNA analysis were acknowledged by the 
Council of Europe more than fifteen years ago as offering advantages to the criminal-justice 
system (see Recommendation R(92)1 of the Committee of Ministers, paragraphs 43-44 
above). Nor is it disputed that the member States have since that time made rapid and marked 
progress in using DNA information in the determination of innocence or guilt.
106. However, while it recognises the importance of such information in the detection of 
crime, the Court must delimit the scope of its examination. The question is not whether the 
retention of fingerprints, cellular samples and DNA profiles may in general be regarded as 
justified under the Convention. The only issue to be considered by the Court is whether the 
retention of the fingerprint and DNA data of the applicants, as persons who had been 
suspected, but not convicted, of certain criminal offences, was justified under Article 8, 
paragraph 2 of the Convention.
107. The Court will consider this issue with due regard to the relevant instruments of the 
Council of Europe and the law and practice of the other Contracting States. The core 
principles of data protection require the retention of data to be proportionate in relation to the 
purpose of collection and insist on limited periods of storage (see paragraphs 41-44 above). 
These principles appear to have been consistently applied by the Contracting States in the 
police sector in accordance with the Data Protection Convention and subsequent 
Recommendations of the Committee of Ministers (see paragraphs 45-49 above).
108. As regards, more particularly, cellular samples, most of the Contracting States allow 
these materials to be taken in criminal proceedings only from individuals suspected of having 
committed offences of a certain minimum gravity. In the great majority of the Contracting 
States with functioning DNA databases, samples and DNA profiles derived from those 
samples are required to be removed or destroyed either immediately or within a certain 
limited time after acquittal or discharge. A restricted number of exceptions to this principle 
are allowed by some Contracting States (see paragraphs 47-48 above).
109. The current position of Scotland, as a part of the United Kingdom itself, is of particular 
significance in this regard. As noted above (see paragraph 36), the Scottish Parliament voted 
to allow retention of the DNA of unconvicted persons only in the case of adults charged with 
violent or sexual offences and even then, for three years only, with the possibility of an 
extension to keep the DNA sample and data for a further two years with the consent of a 
sheriff.
110. This position is notably consistent with Committee of Ministers' Recommendation 
R(92)1, which stresses the need for an approach which discriminates between different kinds
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of cases and for the application of strictly defined storage periods for data, even in more 
serious cases (see paragraphs 43-44 above). Against this background, England, Wales and 
Northern Ireland appear to be the only jurisdictions within the Council of Europe to allow the 
indefinite retention of fingerprint and DNA material of any person of any age suspected of 
any recordable offence.
111. The Government lay emphasis on the fact that the United Kingdom is in the vanguard of 
the development of the use of DNA samples in the detection of crime and that other States 
have not yet achieved the same maturity in terms of the size and resources of DNA databases. 
It is argued that the comparative analysis of the law and practice in other States with less 
advanced systems is accordingly of limited importance.
112. The Court cannot, however, disregard the fact that, notwithstanding the advantages 
provided by comprehensive extension of the DNA database, other Contracting States have 
chosen to set limits on the retention and use of such data with a view to achieving a proper 
balance with the competing interests of preserving respect for private life. The Court 
observes that the protection afforded by Article 8 of the Convention would be unacceptably 
weakened if the use of modern scientific techniques in the criminal-justice system were 
allowed at any cost and without carefully balancing the potential benefits of the extensive use 
of such techniques against important private-life interests. In the Court's view, the strong 
consensus existing among the Contracting States in this respect is of considerable importance 
and narrows the margin of appreciation left to the respondent State in the assessment of the 
permissible limits of the interference with private life in this sphere. The Court considers that 
any State claiming a pioneer role in the development of new technologies bears special 
responsibility for striking the right balance in this regard.
113. In the present case, the applicants' fingerprints and cellular samples were taken and 
DNA profiles obtained in the context of criminal proceedings brought on suspicion of 
attempted robbery in the case of the first applicant and harassment of his partner in the case 
of the second applicant. The data were retained on the basis of legislation allowing for their 
indefinite retention, despite the acquittal of the former and the discontinuance of the criminal 
proceedings against the latter.
114. The Court must consider whether the permanent retention of fingerprint and DNA data 
of all suspected but unconvicted people is based on relevant and sufficient reasons.
115. Although the power to retain fingerprints, cellular samples and DNA profiles of 
unconvicted persons has only existed in England and Wales since 2001, the Government 
argue that their retention has been shown to be indispensable in the fight against crime. 
Certainly, the statistical and other evidence, which was before the House of Lords and is 
included in the material supplied by the Government (see paragraph 92 above) appears 
impressive, indicating that DNA profiles that would have been previously destroyed were 
linked with crime-scene stains in a high number of cases.
116. The applicants, however, assert that the statistics are misleading, a view supported in the 
Nuffield Report. It is true, as pointed out by the applicants, that the figures do not reveal the 
extent to which this "link" with crime scenes resulted in convictions of the persons concerned 
or the number of convictions that were contingent on the retention of the samples of 
unconvicted persons. Nor do they demonstrate that the high number of successful matches 
with crime-scene stains was only made possible through indefinite retention of DNA records 
of all such persons. At the same time, in the majority of the specific cases quoted by the 
Government (see paragraph 93 above), the DNA records taken from the suspects produced 
successful matches only with earlier crime-scene stains retained on the data base. Yet such 
matches could have been made even in the absence of the present scheme, which permits the 
indefinite retention of DNA records of all suspected but unconvicted persons.
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117. While neither the statistics nor the examples provided by the Government in themselves 
establish that the successful identification and prosecution of offenders could not have been 
achieved without the permanent and indiscriminate retention of the fingerprint and DNA 
records of all persons in the applicants' position, the Court accepts that the extension of the 
database has nonetheless contributed to the detection and prevention of crime.
118. The question, however, remains whether such retention is proportionate and strikes a 
fair balance between the competing public and private interests.
119. In this respect, the Court is struck by the blanket and indiscriminate nature of the power 
of retention in England and Wales. The material may be retained irrespective of the nature or 
gravity of the offence with which the individual was originally suspected or of the age of the 
suspected offender; fingerprints and samples may be taken -  and retained -  from a person of 
any age, arrested in connection with a recordable offence, which includes minor or non- 
imprisonable offences. The retention is not time-limited; the material is retained indefinitely 
whatever the nature or seriousness of the offence of which the person was suspected. 
Moreover, there exist only limited possibilities for an acquitted individual to have the data 
removed from the nationwide database or the materials destroyed (see paragraph 35 above); 
in particular, there is no provision for independent review of the justification for the retention 
according to defined criteria, including such factors as the seriousness of the offence, 
previous arrests, the strength of the suspicion against the person and any other special 
circumstances.
120. The Court acknowledges that the level of interference with the applicants' right to 
private life may be different for each of the three different categories of personal data 
retained. The retention of cellular samples is particularly intrusive given the wealth of genetic 
and health information contained therein. However, such an indiscriminate and open-ended 
retention regime as the one in issue calls for careful scrutiny regardless of these differences.
121. The Government contend that the retention could not be considered as having any direct 
or significant effect on the applicants unless matches in the database were to implicate them 
in the commission of offences on a future occasion. The Court is unable to accept this 
argument and reiterates that the mere retention and storing of personal data by public 
authorities, however obtained, are to be regarded as having direct impact on the private-life 
interest of an individual concerned, irrespective of whether subsequent use is made of the 
data (see paragraph 67 above).
122. Of particular concern in the present context is the risk of stigmatisation, stemming from 
the fact that persons in the position of the applicants, who have not been convicted of any 
offence and are entitled to the presumption of innocence, are treated in the same way as 
convicted persons. In this respect, the Court must bear in mind that the right of every person 
under the Convention to be presumed innocent includes the general rule that no suspicion 
regarding an accused's innocence may be voiced after his acquittal (see Asan Rushiti v. 
Austria, no. 28389/95, § 31, 21 March 2000, with further references). It is true that the 
retention of the applicants' private data cannot be equated with the voicing of suspicions. 
Nonetheless, their perception that they are not being treated as innocent is heightened by the 
fact that their data are retained indefinitely in the same way as the data of convicted persons, 
while the data of those who have never been suspected of an offence are required to be 
destroyed.
123. The Government argue that the power of retention applies to all fingerprints and 
samples taken from a person in connection with the investigation of an offence and does not 
depend on innocence or guilt. It is further submitted that the fingerprints and samples have 
been lawfully taken and that their retention is not related to the fact that they were originally 
suspected of committing a crime, the sole reason for their retention being to increase the size 
and, therefore, the use of the database in the identification of offenders in the future. The
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Court, however, finds this argument difficult to reconcile with the obligation imposed by 
section 64(3) of the PACE to destroy the fingerprints and samples of volunteers at their 
request, despite the similar value of the material in increasing the size and utility of the 
database. Weighty reasons would have to be put forward by the Government before the Court 
could regard as justified such a difference in treatment of the applicants' private data 
compared to that of other unconvicted people.
124. The Court further considers that the retention of the unconvicted persons' data may be 
especially harmful in the case of minors such as the first applicant, given their special 
situation and the importance of their development and integration in society. The Court has 
already emphasised, drawing on the provisions of Article 40 of the UN Convention on the 
Rights of the Child of 1989, the special position of minors in the criminal-justice sphere and 
has noted in particular the need for the protection of their privacy at criminal trials (see T. v. 
the United Kingdom [GC], no. 24724/94, §§ 75 and 85, 16 December 1999). In the same 
way, the Court considers that particular attention should be paid to the protection of juveniles 
from any detriment that may result from the retention by the authorities of their private data 
following acquittals of a criminal offence. The Court shares the view of the Nuffield Council 
as to the impact on young persons of the indefinite retention of their DNA material and notes 
the Council's concerns that the policies applied have led to the over-representation in the 
database of young persons and ethnic minorities, who have not been convicted of any crime 
(see paragraphs 38-40 above).
125. In conclusion, the Court finds that the blanket and indiscriminate nature of the powers of 
retention of the fingerprints, cellular samples and DNA profiles of persons suspected but not 
convicted of offences, as applied in the case of the present applicants, fails to strike a fair 
balance between the competing public and private interests and that the respondent State has 
overstepped any acceptable margin of appreciation in this regard. Accordingly, the retention 
at issue constitutes a disproportionate interference with the applicants' right to respect for 
private life and cannot be regarded as necessary in a democratic society. This conclusion 
obviates the need for the Court to consider the applicants' criticism regarding the adequacy of 
certain particular safeguards, such as too broad an access to the personal data concerned and 
insufficient protection against the misuse or abuse of such data.
126. Accordingly, there has been a violation of Article 8 of the Convention in the present 
case.
II. ALLEGED VIOLATION OF ARTICLE 14 TAKEN TOGETHER WITH ARTICLE 8 
OF THE CONVENTION
127. The applicants submitted that they had been subjected to discriminatory treatment as 
compared to others in an analogous situation, namely other unconvicted persons whose 
samples had still to be destroyed under the legislation. This treatment related to their status 
and fell within the ambit of Article 14, which had always been liberally interpreted. For the 
reasons set out in their submissions under Article 8, there was no reasonable or objective 
justification for the treatment, nor any legitimate aim or reasonable relationship of 
proportionality to the purported aim of crime prevention, in particular as regards the samples 
which played no role in crime detection or prevention. It was an entirely improper and 
prejudicial differentiation to retain materials of persons who should be presumed to be 
innocent.
128. The Government submitted that as Article 8 was not engaged Article 14 of the 
Convention was not applicable. Even if it were, there was no difference of treatment as all 
those in an analogous situation to the applicants were treated the same and the applicants 
could not compare themselves with those who had not had samples taken by the police or
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those who consented to give samples voluntarily. In any event, any difference in treatment 
complained of was not based on “status” or a personal characteristic but on historical fact. If 
there was any difference in treatment, it was objectively justified and within the State's 
margin of appreciation.
129. The Court refers to its conclusion above that the retention of the applicants' fingerprints, 
cellular samples and DNA profiles was in violation of Article 8 of the Convention. In the 
light of the reasoning that has led to this conclusion, the Court considers that it is not 
necessary to examine separately the applicants' complaint under Article 14 of the 
Convention.
NOOT
1. De vraag of de opslag4 van vingerafdrukken een inbreuk vormt op art. 8 lid 1 EVRM is al 
eerder voorgelegd aan het Hof. In de zaak Kinnunen tegen Finland5 acht de Commissie de 
opslag van vingerafdrukken en foto’s niet door art. 8 EVRM beschermd. Gezien het 
objectieve en onomstotelijke karakter van de opgeslagen vingerafdrukken en foto’s wordt er 
volgens de Commissie geen informatie opgeslagen die een klager wenst te weerspreken. In 
onder meer de zaken Mrs. Murray tegen het Verenigd Koninkrijk6 en Perry tegen het 
Verenigd Koninkrijk oordeelt het EHRM anders. Het betreft hier weliswaar beeldmateriaal 
in plaats van vingerafdrukken, maar ook dat zijn gegevens die - evenals een vingerafdruk - 
een onomstotelijk, niet door anderen subjectief te beïnvloeden, karakter hebben. Het EHRM 
oordeelt in deze zaken dat de opslag van beeldmateriaal wel door art. 8 EVRM wordt 
beschermd. Het recht op privacy komt bij de opslag van gegevens volgens het EHRM in het 
geding wanneer het materiaal systematisch of blijvend wordt opgeslagen en aan een ander 
persoonsgegeven (bijvoorbeeld een naam) wordt gekoppeld. Ook uit de zaak P.G. en H.J. 
tegen het Verenigd Koninkrijk , waarin onder meer de vraag speelt of de opslag van 
‘voicesamples’ onder de bescherming van art. 8 EVRM valt, blijkt dit. Het EHRM oordeelt 
dat blijvende vastlegging (‘permanent record’) van iemands stem en de mogelijkheid deze 
gegevens te combineren met andere persoonsgegevens een inbreuk maakt op art. 8 lid 1 
EVRM.
2. Bij precieze bestudering van het onderhavige arrest valt op dat het EHRM bij het 
beantwoorden van vragen over de reikwijdte van art. 8 EVRM (lid 1) een onderscheid maakt 
tussen enerzijds DNA-profielen en celmateriaal en anderzijds vingerafdrukken. Het EHRM 
doet dat wegens “the stronger potential for future use of the personal information contained” 
in de DNA-profielen en het celmateriaal. De opslag van DNA-profielen en celmateriaal acht 
het EHRM, conform eerdere overwegingen in het arrest Van der Velden tegen Nederland9 in 
strijd met art. 8 lid 1 EVRM. Het belangrijkste argument hiervoor is dat celmateriaal en 
DNA-profielen genetisch materiaal bevatten. Dit genetisch materiaal kan een enorme 
hoeveelheid informatie over persoonlijke kenmerken van een persoon onthullen. De
4 D e vraag o f  het afnemen  van  bijvoorbeeld celm ateriaal een  inbreuk m aakt op art. 8 lid 1 EV RM  is zijdelings 
aan de orde gekom en in  EH R M  7 decem ber 2006, NJCM -bulletin 2007, p. 1153 -  1159 m. nt. PF (Van der 
V elden tegen Nederland): ‘As far as the taking o f  a m outh swab in  order to obtain cellular m aterial from  the 
applicant is concerned, the Court accepts that this am ounted to an intrusion upon the applicant’s privacy.’ M ijns 
inziens vorm t het afnem en van  gegevens als vingerafdrukken en  celm ateriaal inderdaad een aperte, doch zeer 
lichte inbreuk op de licham elijke integriteit die b innen de reikwijdte van  art. 8 EV RM  ligt.
5 ECR M  15 mei 1996, nr. 24950/94.
6 EH RM  28 oktober 1994, nr. 14310/88.
7 EH RM  17 ju li 2003, nr. 63737/00.
8 EH RM  25 septem ber 2001, nr. 44787/98.
9 EH RM  7 decem ber 2006, NJCM -bulletin 2007, p. 1153 -  1159 m. nt. PF (V an der V elden tegen Nederland).
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vaststelling van deze privacygevoelige kenmerken is volgens het EHRM (terecht) al 
voldoende om de opslag van DNA-materiaal onder de bescherming van art. 8 EVRM te 
brengen (§73). De bezorgdheid (of liever gezegd: de onwetendheid) over het mogelijk 
toekomstige gebruik van deze gevoelige informatie en het systematisch opslaan van het 
DNA-materiaal draagt daaraan nog extra bij. Dat de overheid op het ogenblik slechts gebruik 
maakt van een heel klein gedeelte van het DNA-materiaal, maakt voor deze conclusie niets 
uit.10 Het EHRM erkent overigens wel dat een DNA-profiel minder privé-gegevens bevat dan 
celmateriaal. Echter, gezien de mogelijkheid om door DNA-profielen verwantschap tussen 
individuen vast te stellen (hetgeen in Engeland ook daadwerkelijk gebeurt), meent het EHRM 
dat dit verder gaat dan neutrale identificatie en wordt om die reden de opslag van DNA- 
profielen ook onder art. 8 EVRM beschermd.
De opslag van vingerafdrukken brengt het EHRM, in tegenstelling tot de Commissie in de 
hierboven genoemde uitspraak Kinnunen tegen Finland, ook onder de bescherming van art. 8 
lid 1 EVRM. Daartoe toetst het EHRM de opslag van vingerafdrukken aan het hierboven 
uiteengezette kader met betrekking tot foto’s en stem opnames. Het EHRM stelt vast dat 
vingerafdrukken, net zoals foto’s en stemopnames, externe identificatiekenmerken bevatten. 
Het systematisch opslaan van de vingerafdrukken vormt in combinatie met een 
identificeerbaar individu, ondanks het feit dat vingerafdrukken geen materiaal bevatten dat 
door betrokkene zou kunnen worden weersproken, een inbreuk op art. 8 lid 1 EVRM (§85 en 
86).
3. Het EHRM toont in deze uitspraak twee manieren om te bepalen of de opslag van 
ongeschreven persoonsgegevens onder de reikwijdte van art. 8 EVRM valt. Indien een 
gegeven (bijvoorbeeld DNA-materiaal) informatie kan produceren over het privé-leven van 
een bepaalde persoon, dan valt de opslag daarvan binnen de reikwijdte van art. 8 EVRM. 
Wanneer dit niet het geval is, dient te worden beoordeeld of het gegeven (1) externe 
identificatiekenmerken bevat, (2) of het gegeven wordt opgeslagen in een database en (3) of 
het gegeven daarbij wordt gekoppeld aan een ander identificerend gegeven (bijvoorbeeld de 
naam). Is dat het geval, dan is ook de opslag daarvan een inbreuk op art. 8 lid 1 EVRM. 
Concluderend kan daarom gezegd worden dat de opslag van alle persoonsgegevens11 in een 
databank onder de bescherming van art. 8 EVRM valt.
In dit kader is het door Prinsen aan de hand van het werk van de filosoof Ricoeur gemaakte 
onderscheid tussen idem-identiteit (hetzelfde-zijn) en ipse-identiteit (zichzelf-zijn) 
interessant. Met de idem-identiteit kan worden aangetoond dat iemand dezelfde is; de ipse- 
identiteit sluit aan bij de aloude karakterisering van het recht op privacy om ‘met rust gelaten 
te worden’ en ‘onbeperkt zichzelf te zijn’. In het strafrecht is men volgens haar vooral in de 
idem-identiteit geïnteresseerd. Persoonsgegevens worden opgeslagen om later als 
identificatie- of verificatiemiddel te dienen. Het recht op privacy heeft volgens haar 
betrekking op de ipse-identiteit. Idem-identiteit en ipse-identiteit komen in bijvoorbeeld 
celmateriaal samen, waardoor opslag daarvan inbreuk op het recht op privacy maakt.12 DNA- 
profielen bevatten grotendeels idem-identiteit, maar ook ipse-identiteit doordat er 
verwantschap tussen individuen uit kan worden afgeleid. Ook DNA-profielen vormen dus
10 H et EH RM  verw ijst daarbij naar de zaak A m ann tegen Zwitserland, w aarin de overheid w el een kaartsysteem  
had w aarin gegevens over klager w erden opgeslagen, m aar die gegevens nooit heeft geraadpleegd. D at deed 
niets af aan de conclusie dat een dergelijk kaartsysteem  w el inbreuk m aakt op het privé-leven van  klager. Zie 
EH RM  16 februari 2000, nr. 27798/95 (Am ann tegen Zwitserland), §57.
11 O nder persoonsgegevens w orden alle gegevens verstaan die to t een natuurlijke persoon zijn  te herleiden. Zie 
art. 2 sub a en  b van  het D ataprotectieverdrag.
12 M. Prinsen, Forensisch DNA-onderzoek. Een balans tussen opsporing en fundam entele rechten, Nijmegen: 
W olf Legal Publishers 2008, p. 60-64.
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een inbreuk op art. 8 EVRM. Vingerafdrukken zijn uniek voor een bepaalde persoon en zijn 
daardoor een goed identificatie- en verificatiemiddel. Het idem-ipse-onderscheid lijkt een 
krachtig argument om een vingerafdruk niet onder de bescherming te brengen van art. 8 
EVRM, omdat een vingerafdruk op het eerste gezicht slechts iets lijkt te zeggen over de 
idem-identiteit. Echter, in de zich snel ontwikkelende technologie zijn er ook wat betreft 
vingerafdrukken al indicaties zichtbaar dat daaruit meer dan enkel neutrale identificatie valt 
af te leiden (bijvoorbeeld het geslacht, dieet en eventueel gebruikte narcotica).13 Ook uit een 
vingerafdruk kan dus een zekere ipse-identiteit blijken. Mijns inziens doet het EHRM er goed 
aan de bescherming van art. 8 lid 1 EVRM breed te houden. Op deze manier kan het namelijk 
ook invloed blijven uitoefenen op de opslag en het gebruik van gegevens die op het eerste 
gezicht geen grote privacy-inbreuk maken, maar waarbij dat onder invloed van 
technologische ontwikkelingen of in het geval van ongedifferentieerde en ongelimiteerde 
opslag en gebruik heel anders kan zijn.
4. Na het beantwoorden van opgeworpen vragen over de reikwijdte van het recht op privacy 
(art. 8 lid 1 EVRM), gaat het EHRM verder met een toetsing van de Engelse regeling aan de 
drie eisen die aan een inbreuk op het recht op privacy (art. 8 lid 2 EVRM) worden gesteld. De 
vraag of de regeling ‘in accordance with the law’ is (eerste eis), wordt samengenomen met de 
vraag of de regeling noodzakelijk is in een democratische samenleving (derde eis). Het 
EHRM neemt al een klein voorschot op zijn uiteindelijke conclusie door te wijzen op het 
ontbreken van bewaartermijnen in de Engelse regeling (§99). Het doel van de regeling wordt 
legitiem geacht (tweede eis); met de opslag van de onderhavige persoonsgegevens worden 
immers de opsporing en preventie van (toekomstige) misdaden nagestreefd (§100).
5. De proportionaliteitsvraag (het laatste vereiste van art. 8 lid 2 EVRM) wordt uiteindelijk 
door het EHRM unaniem negatief beantwoord. Daarvoor heeft het EHRM grofweg drie 
argumenten.
Ten eerste druist de ongelimiteerde en ongedifferentieerde aard van de opslag recht in tegen 
de normen die zijn gesteld in het Dataprotectieverdrag14, de Aanbeveling inzake het gebruik 
van DNA in strafzaken15 en de rechtsstelsels van andere lidstaten. Het kernprincipe van 
gegevensbescherming vereist volgens het EHRM dat de opslag proportioneel moet zijn in 
verhouding tot het doel en dat er een tijdslimiet aan de opslag moet worden gesteld (§ 107). 
In de meeste andere rechtsstelsels wordt dan ook slechts DNA-materiaal opgeslagen bij 
zware delicten en wordt het verwijderd of vernietigd onmiddellijk of binnen korte tijd na 
vrijspraak of ontslag van alle rechtsvervolging. Het EHRM merkt in felle bewoordingen op 
‘that the protection of Article 8 of the Convention would be unacceptably weakened if the 
use of modern scientific techniques in the criminal-justice system were allowed at any cost 
and without carefully balancing the potential benefits of the extensive use of such techniques 
against important private-life interests’ (§112). Het EHRM gebruikt de pioniersrol op het 
gebied van opslag van DNA die het Verenigd Koninkrijk zichzelf toedicht om te 
benadrukken dat het juist in die rol van belang is speciale verantwoordelijkheid te dragen 
voor het inslaan van een juiste balans tussen opsporings- en privacybelangen (§112).
13 H ttp://nieuw s-uitgelicht.infonu.nl/wetenschap/27473-vingerafdrukken-tonen-nu-ook-geslacht-dieet-en- 
narcotica.htm l (8 april 2009 laatste raadpleging).
14 H et op 28 januari 1981 totstandgekom en Verdrag to t bescherm ing van  de personen in  verband m et de 
geautom atiseerde verw erking van  persoonsgegevens, Trb. 1988, 7.
15 Recom m endation No. R  (92) 1 o f  the Com m ittee o f  M inisters on  the use o f  analysis o f  D N A  w ithin the 
fram ew ork o f  the crim inal justice system.
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Als tweede argument voor de conclusie dat de opslag van de gegevens disproportioneel is, 
noemt het EHRM het risico van stigmatisering. Het meent dat voor klagers vanwege de 
vrijspraak en het sepot de onschuldpresumptie geldt, maar dat zij door de (ongelimiteerde) 
opslag van hun gegevens hetzelfde als veroordeelden worden behandeld. Dit druist volgens 
het EHRM in tegen het gevoel van klagers dat zij net zo zouden moeten worden behandeld 
als degenen die nooit verdacht zijn geweest. Het EHRM stelt zelf al vast dat de 
onschuldpresumptie in casu niet is geschonden aangezien het opslaan van het DNA-materiaal 
niet gelijk kan worden gesteld aan het uiten van een verdenking van een concreet strafbaar 
feit jegens klagers (§122). Immers, van een concreet strafbaar feit is nog geen sprake - het zal 
slechts gaan om een eventueel toekomstig strafbaar feit -  laat staan van het uiten van een 
verdenking van een concreet strafbaar feit. Mijns inziens dient hier de opslag van de 
gegevens van de niet-veroordeelden in vergelijking met de niet-opslag van de gegevens van 
nooit-verdachten te worden beschouwd als een inbreuk op het gelijkheidsbeginsel.16 Het 
EHRM gaat op de aangevoerde schending van art. 14 EVRM niet in; het verwijst daarvoor 
naar de overwegingen die tot de schending van art. 8 EVRM hebben geleid (§129). Het is 
daarom niet duidelijk of het onderscheid tussen de opslag van de gegevens van de niet- 
veroordeelden in vergelijking met de niet-opslag van de gegevens van nooit-verdachten 
gerechtvaardigd is. Mijns inziens is dit onderscheid niet proportioneel: het verschil in 
recidivegevaar tussen beide groepen acht ik dermate speculatief, als het er al is, dat daarmee 
de inbreuk op het gelijkheidsbeginsel ongerechtvaardigd is.
Ten slotte heeft het EHRM nog een extra argument voor de disproportionaliteit met 
betrekking tot klager S. Zijn minderjarigheid leidt er volgens het EHRM toe dat de opslag 
van zijn gegevens een grotere impact heeft op zijn recht op privacy dan bij volwassenen, 
gezien het feit dat juist een minderjarige zich nog moet kunnen ontwikkelen en moet 
integreren in de maatschappij. Zeker na een vrijspraak of een sepot dienen minderjarigen bij 
deze ontwikkeling en integratie geen last te hebben van het feit dat ze ooit verdacht zijn 
geweest van een strafbaar feit. Ten slotte wijst het EHRM in dit verband nog op de 
onwenselijkheid van oververtegenwoordiging van jonge mensen (en etnische minderheden) 
in de databank (§124). Dit kan mijns inziens leiden tot tenminste stigmatisering of zelfs 
discriminatie van deze groeperingen.
6. Een vraag die het EHRM niet aan de orde laat komen betreft het nemo tenetur-beginsel. 
Wordt door ongebreidelde opslag van (meerdere) persoonsgegevens het nemo tenetur- 
beginsel geschonden? In beginsel lijkt die vraag wat betreft DNA-materiaal en 
vingerafdrukken vrij gemakkelijk te beantwoorden. In de zaak Saunders17 heeft het EHRM 
immers expliciet bepaalde gegevens uitgesloten van de werking van het nemo tenetur- 
beginsel, waaronder bloed- en urine-‘samples’ en DNA-materiaal. Het EHRM meent immers 
dat het nemo tenetur-beginsel beschermt tegen zogenaamde ‘miscarriages of justice’. 
Aangezien bloed- en urine-‘samples’ en DNA-materiaal wilsonafhankelijk zijn, zijn deze niet 
vatbaar voor ‘miscarriages of justice’ en vormen ze relatief zeer betrouwbaar 
bewijsmateriaal.
Met Reijntjes ben ik echter van mening dat de ratio achter het nemo-tenetur-beginsel, zeker 
gezien de veranderende aard van de bewijsmiddelen, ruimer moet worden opgevat. Reijntjes 
schrijft dat het nemo-tenetur-beginsel ook een ratio heeft die in de menselijke waardigheid is 
gelegen. Het zou onethisch zijn om iemand te dwingen mee te werken aan zijn eigen
16 Tot dit subsidiaire karakter van  de onschuldpresum ptie w erd al eerder geconcludeerd door P.H .P.H .M .C . van 
K em pen & F.G.H. K risten  in  ‘A lternatieven voor voorarrest vanuit Europees perspectief’, in  A.H.E.C. 
Jordaans, P.A.M. M evis & J. W öretshofer (red.), Praktisch strafrecht. L iber amicorum J.M. Reijntjes (pp. 301­
327), Nijmegen: W olf Legal Publishers 2005, p. 319-320.
17 EH RM  17 decem ber 1996, N J 1997, 699 (Saunders).
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ongeluk. Naarmate we voor het bewijs in strafzaken steeds minder afhankelijk worden van 
de verklaring van een verdachte, wordt de rol van andere bewijsmiddelen (waaronder DNA 
en vingerafdrukken) groter. Daarmee wordt het risico op ‘miscarriages of justice’ kleiner. Het 
dulden van het opslaan van persoonsgegevens door burgers wordt echter steeds groter. 
Gezien de ratio van de menselijke waardigheid achter het nemo tenetur-beginsel kan in dat 
kader wellicht de vraag worden opgeworpen of door de opslag van grote hoeveelheden 
persoonsgegevens burgers indirect niet worden gedwongen mee te werken aan hun eigen 
veroordeling (‘ongeluk’).
In dit kader dient het het nemo tenetur-beginsel mijns inziens ook vooral in samenhang te 
worden bezien met het beginsel van doelbinding uit het gegevensbeschermingsrecht. Dit 
beginsel houdt in dat wanneer een persoonsgegeven voor een (vooraf) bepaald doel wordt 
opgeslagen, dit gegeven niet mag worden opgeslagen voor een ander dan het oorspronkelijk 
bepaalde doel. Wanneer voor een niet-strafrechtelijk doel bepaalde persoonsgegevens 
verplicht moeten worden opgeslagen (bijvoorbeeld het opslaan van de vingerafdruk voor het 
aanvragen van een paspoort) en deze uiteindelijk toch ook voor strafrechtelijke doeleinden 
worden gebruikt, werkt iemand bij het (verplicht) afstaan van zijn vingerafdruk toch indirect 
mee aan zijn eigen veroordeling.
7. Ten slotte maak ik nog enkele opmerkingen over de invloed van deze uitspraak op de 
Nederlandse situatie. De Nederlandse DNA-databank verschilt op een aantal punten 
essentieel met die in Engeland. In de Nederlandse DNA-databank zitten, naast de DNA- 
profielen van gevonden sporen, DNA-profielen van veroordeelden van misdrijven waarop 
een gevangenisstraf staat van vier jaar of meer (art. 2 Wet DNA-onderzoek bij 
veroordeelden) en DNA-profielen van verdachten (tegen wie ernstige bezwaren bestaan) van 
misdrijven waarvoor voorlopige hechtenis is toegelaten (art. 151b lid 1 en art. 1956 lid 1 Sv). 
In Engeland wordt daarentegen van iedereen die wegens een ‘recordable offence’ wordt 
gearresteerd, een DNA-profiel afgenomen.
In Nederland dienen vervolgens krachtens art. 16 jo. 17 Besluit DNA-onderzoek in 
strafzaken de DNA-profielen en het daaraan ten grondslag liggende celmateriaal van onder 
andere ex-verdachten en vrijgesprokenen te worden vernietigd. Relevante rechtsvraag daarbij 
is of de opslag van het DNA-profiel geacht moet worden nooit te hebben bestaan door het 
sepot. Dit blijkt niet het geval: indien de match is verkregen voor het sepot, vormt deze match 
immers de grondslag voor een nieuwe verdenking.19 Daarnaast doen er zich in Nederland af 
en toe gevallen voor waarbij DNA-profielen en celmateriaal volgens de genoemde 
bepalingen uit de databank had moeten worden verwijderd, maar er wegens een blunder toch 
in zijn blijven zitten. Een DNA-match die in deze periode is verkregen en gebruikt wordt als 
startinformatie dient te worden uitgesloten van het bewijs op grond van art. 359 lid 1 Sv,
evenals eventuele bekennende verklaringen van de verdachte na de confrontatie met de
20match. Wanneer echter een dergelijk DNA-profiel wordt gebruikt als verificatie van een al 
bestaande verdenking, worden daaraan geen consequenties in de zin van art. 359a Sv 
verbonden aangezien de officier van justitie toch een bevel op grond van art. 151b Sv had 
kunnen geven en de verdachte daarom door dit verzuim niet in zijn belangen wordt
geschaad. 21
In Engeland wordt een DNA-profiel niet uit de databank gehaald wanneer de verdenking 
vervalt. Daardoor bevat de Engelse DNA-databank aanzienlijk meer profielen dan de
18
1B J.M. Reijntjes, Nemo tenetur: een holle leus?, p. 1B, in: J.M. Reijntjes (red.), Nemo tenetur, Arnhem: Gouda 
Q uint 1996.
19 H R  20 novem ber 2007, N J  200B, 327.
20 H of ’s-H ertogenbosch 16 ju li 200B, N B S tra f  200B/357.
21 H of ’s-H ertogenbosch 29 januari 2007, N B S tra f2007/176.
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Nederlandse. Een situatie waarin het vernietigen van DNA-materiaal en vingerafdrukken 
wordt gevraagd omdat iemand is vrijgesproken of een zaak is geseponeerd, zal zich in deze 
zuivere vorm in Nederland niet snel voordoen. Deze uitspraak maakt duidelijk dat dit ook zo 
dient te blijven.
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