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»On se ne bi mogel ločiti od svojih Brd. Res, delo je težko 
in zaslužek v primeri z delom majhen. Živi se pač. 
Toda Brda imajo nekaj, od česar se je težko ločiti. 
Njihova vzvišena lega na hribčkih, pogled z njih nazaj 
na alpske vrhove, navzdol pa na sinje Jadransko morje, 
blago podnebje in zlasti mile zime, žlahtno sadje in 
sladka rebula, ljudje veseli in razposajeni, vse to doma 
rojeni Bric ne more pozabiti. Iz Amerike sicer pišejo, da 
jim gre dobro, toda vsi dodajo, da bi na stare dni radi 
živeli doma in da bi radi svoj zadnji sen snivali 
»pod gabri« v nepozabljenih Brdih.«1
                                                 
1 O. Reya, v: T. Pavček idr., NEPOZABLJENA BRDA. VESELJE IN ŽALOST BRIŠKEGA LJUDSTVA (2002), str. 
175. 
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POVZETEK 
 
POLICIJSKA POOBLASTILA OBDELOVANJA PODATKOV O KOMUNIKACIJSKEM 
PROMETU Z NAMENOM VAROVANJA ZDRAVJA 
Vita Reya 
Mentor: izr. prof. dr. Primož Gorkič, univ. dipl. prav. 
 
Prvo poglavje magistrske diplomske naloge obravnava komunikacijsko zasebnost. Začenja z 
definicijo te pravice, kot jo opredeljujeta Ustava Republike Slovenije (v nadaljevanju: URS) in 
Evropska konvencija o človekovih pravicah (v nadaljevanju: EKČP). Za določitev obsega pravice 
do komunikacijske zasebnosti je potrebna obravnava prometnih podatkov, zato je naslednji 
podsklop namenjen obravnavi podatkov, povezanih z vsebino komunikacije. Sledila bo analiza 
sodne prakse Ustavnega sodišča Republike Slovenije (v nadaljevanju: USRS), sodb Evropskega 
sodišča za človekove pravice (v nadaljevanju: ESČP) in Sodišča Evropske unije (v nadaljevanju: 
SEU). Zatem, s pomočjo prej poglobljene analize sodne prakse USRS in ESČP, magistrsko 
diplomsko delo odgovarja na vprašanje o tem, ali, ter pod kakšnimi pogoji, bi lahko varovanje 
zdravja utemeljilo poseg v komunikacijsko zasebnost. Delo se nato osredotoči na vprašanje, kateri 
predpis nudi višje varstvo: EKČP ali URS. 
 
Drugi del naloge se posveča policijskemu pravu in policijskim pooblastilom; najprej bodo našteta 
tista varnostna pooblastila policije, katerih namen je zbiranje prometnih podatkov. Sledi opis 
problema prehajanja podatkov, pridobljenih s pomočjo varnostnih pooblastil policije v preiskovalno 
sfero, zatem pa težava prehajanja prometnih podatkov med institucionalno ločenimi subjekti. S 
slednjo situacijo imamo opravka takrat, ko drugi (neoblastni) organi pridobivajo prometne podatke 
in jih zatem posredujejo organom oblasti za namene dokazovanja v kasnejšem kazenskem 
postopku. Magistrska diplomska naloga se spopada z vprašanjem o tem, ali, in pod kakšnimi pogoji, 
sta omenjeni prehajanji prometnih podatkov sploh mogoči v trenutni slovenski ustavnopravni 
ureditvi. 
 
Ključne besede: komunikacijska zasebnost, prometni podatki, doktrina tretje stranke, evropsko 
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SUMMARY 
POLICE POWERS TO PROCESS TRAFFIC DATA FOR THE PURPOSE OF HEALTH 
PROTECTION 
Vita Reya 
Thesis Supervisor: Primož Gorkič, PhD, Associate professor 
 
The first section of the master’s thesis discusses the right to privacy of communications. It begins 
with the definition of the right as defined by the Constitution of the Republic of Slovenia and the 
European Convention on Human Rights. In order to define the scope of the right to communications 
privacy, an analysis of traffic data is required. Hence, the following subsection is dedicated to the 
analysis of data regarding the content of communications. It is followed by an analysis of the court 
practices of the Constitutional Court of the Republic of Slovenia and the judgements of the 
European Court of Human Rights and the Court of Justice of the European Union. Based on the 
data gathered from the in-depth analysis of the court practices of the Constitutional Court of the 
Republic of Slovenia and the European Court of Human Rights, an answer to the question whether, 
and under what conditions, health protection could justify an invasion of communications privacy is 
provided. The master’s thesis exposes which regulation, the Constitution of the Republic of 
Slovenia or in the European Convention on Human Rights, offers a better protection of the right to 
privacy of communications. 
 
The second section discusses police law and police powers, starting with a list of police powers 
which are used in order to collect traffic data. What follows is a description of the problem of 
transferring traffic data gathered with the help of the police’s security powers into the sphere of 
investigation and the issue of transferring traffic data between institutionally separate legal entities. 
The latter is typical of situations when other entities (unauthorised authorities) collect traffic data 
and forward it to the authorities in order for it to be used as potential evidence in subsequent 
criminal proceedings. To conclude, the master thesis deals with the question whether, and under 
what conditions, the aforementioned transfers of traffic data are in accordance with the current 
Slovenian constitutional system. 
 
Key words: the right to privacy of communications, traffic data, third-party doctrine, European 
human rights law, (security) police powers, police law 
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1. UVOD 
Dejstvo, da pravo sledi dejanskemu svetu, je nesporno. Digitalna doba zahteva reakcijo prava na 
spremembe, ki jih je ta prinesla s seboj. Spomnimo se malone jasnovidnega ločenega mnenja 
bivšega sodnika ameriškega vrhovnega sodišča Louisa Brandeisa, ki je že pred skoraj stoletjem 
zapisal: »Napredek znanosti, ki državi omogoča nove možnosti vohunjenja, se ne bo ustavil pri 
[prisluškovanju telefona]. Nekega dne bo razvoj znanosti državi omogočil reproduciranje papirjev 
ne da bi jih dejansko fizično vzela iz obdolženčevega predala in bo tako lahko sodišču razkrila 
najbolj intimne informacije iz njegove zasebnosti. […] Je mogoče, da Ustava posamezniku ne nudi 
nikakršnega varstva pred vdori takšne vrste?«2 Brandeisov »nekega dne« je pravzaprav že za nami. 
Naloga pred vami zato išče koncept, ki predstavlja pravo ravnovesje med (komunikacijsko) 
zasebnostjo in učinkovitim kazenskim pregonom. Ali je koncept pričakovane zasebnosti uporabljiv 
za prometne podatke in ali doktrina tretje stranke v informacijski dobi sploh nudi zadovoljiv nivo 
varstva komunikacijske zasebnosti? 
 
Eno izmed osrednjih vprašanj, s katerim se spopada naloga, je, ali je dovoljeno obdelovanje (zlasti 
zbiranje in hramba) prometnih podatkov za namen varovanja zdravja (drugih). Za odgovor na to 
vprašanje je treba najprej opredeliti, kakšno varstvo pravo prometnim podatkom sploh zagotavlja. 
Upoštevaje EKČP je varovanje zdravja izrecno opredeljen legitimni razlog za posege v 
komunikacijsko zasebnost. URS legitimne cilje za poseg v komunikacijsko zasebnost opredeljuje 
ožje od EKČP, saj mednje uvršča zgolj potek ali uvedbo kazenskega postopka ter varnost države. 
Naloga v ta namen analizira in primerja kvaliteto varstva komunikacijske zasebnosti skozi določbe 
EKČP in URS. Jedrni problem, s katerim se sooča delo pred vami, je, ali je mogoče pojem »varnost 
države« razumeti tako, da zajema tudi varovanje (javnega) zdravja. V času epidemije je gotovo 
zdravje tisto, ki spada med visoko varovane tako posameznikove kot družbene dobrine. Posledično: 
ali lahko varovanje zdravja predstavlja legitimen cilj za omejitev komunikacijske zasebnosti, 
zagotovljene s 37. členom URS? 
 
Zbiranje prometnih podatkov gotovo olajša sledljivost stikov in zamejevanje širjenja koronavirusa, 
zato se drugo raziskovalno vprašanje glasi, prvič, ali prehajanje podatkov o komunikaciji iz 
varnostnih v policijska pooblastila mar ne izvotli jamstev, zagotovljenih v kazenskem postopku, ter 
drugič, ali je ponovna uporaba prometnih podatkov med institucionalno ločenimi subjekti združljiva 
z URS ter ustavnosodno prakso? V ta namen naloga napravi pozitivnopravno analizo varnostnih 
policijskih pooblastil, ki pomenijo zbiranje prometnih podatkov, in se sprašuje, ali novo policijsko 
                                                 
2 G. Klemenčič, v: F. Arhar idr., KOMENTAR USTAVE REPUBLIKE SLOVENIJE (2002), str. 394. 
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pooblastilo iz 1. odstavka 103. člena ZIUZEOP predstavlja pravno podlago za množično zbiranje 
prometnih podatkov z namenom varovanja zdravja. 
 
Koristi zbranih prometnih podatkov se zavedajo tudi državni organi, zato je vlada sprejela sklep, ki 
Nacionalnemu inštitutu za javno zdravje daje pravno podlago za posredovanje osebnih podatkov 
policiji. Odpira se dilema, ali je posredovanje osebnih podatkov Nacionalnega inštituta za javno 
zdravje policiji zares primerna rešitev za obvladovanje epidemije. Naloga se s pomočjo 
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2. Komunikacijska zasebnost 
2.1.  Poskus teoretičnega pojmovanja zasebnosti 
Zasebnost. Pojem, ki ga z intuitivnim občutkom začnemo zapolnjevati s pomočjo iskanja skupnih 
sklopov potrebnih in zadostnih elementov, ki pojmujejo ta izjemno izmuzljiv in obsežen koncept. 
Zasebnost vključuje svobodo misli, nadzor nad svojim telesom, pravico biti sam, nadzor nad 
osebnimi podatki, svobodo pred nadzorovanjem, zaščito svojega ugleda ter zaščito pred 
preiskavami in zaslišanji.3 Iskanje skupnega »vozlišča« pojmov za opredelitev zasebnosti je 
značilno za tradicionalno metodo konceptualiziranja zasebnosti, katere namen je ločiti zasebnost od 
drugih kategorij (npr. svoboda, avtonomija).4 Tradicionalna metoda, po mnenju Solova, ne daje 
zadovoljivega pristopa za pojmovanje zasebnosti, saj po eni strani spusti v polje zasebnosti stvari, 
ki tja ne spadajo, po drugi pa izključujejo tisto, kar navadno opredeljujemo kot zasebno 
(zdravstvene podatke, intimne zakonske skrivnosti ipd.).5 Solove trdi, da je Wittgensteinova metoda 
družinskih podobnosti primernejša za pojmovanje zasebnosti. Niti pomen besede niti povezava med 
besedo in njenim pomenom ni bistvena, temveč se njeno bistvo skriva v načinu, kako se ta beseda 
uporablja v jeziku.6 Wittgenstein navaja, da včasih ni vozlišča, ampak mreža povezanih delov brez 
središčne skupne točke.7 V skladu s to metodo nimajo vsa pojmovanja fiksne in ostre ločnice, 
ampak med njimi še vedno obstoji določena povezava.8 Po Solovu pojmovanje zasebnosti ni le 
iskanje abstraktnega jedra, temveč iskanje povezav in razmerij, ki pojmujejo zasebnost. Za 
učinkovito reševanje pravnih problemov v času informacijske dobe je treba h kontekstualizaciji 
zasebnosti pristopiti pragmatično, z iskanjem in preučevanjem povezav, osredotočanjem na 
konkretne primere in razumevanjem zasebnosti v določenem kontekstu.9 Dewey trdi, da je 
reševanje problema s pomočjo vnaprej prisiljene in določene teoretične sheme nevarno, saj ovira 
našo sposobnost ocenjevanja konkretnih situacij.10 Po Solovu je primeren tak pristop, ki pojmuje 
zasebnost v določenem kontekstu in ne išče podobnosti z vnaprej postavljenim abstraktnim 
okvirjem.11  
 
Vsekakor je pravica do zasebnosti pojem, ki ni omejen z enotnim in trdnim definiranjem. V teoriji 
prevladuje stališče, da to pravzaprav niti ni zaželeno, saj bi se določitev ene same definicije 
zasebnosti z razvojem v prihodnosti hitro izkazala za preozko in zaprla vrata, ki omogočajo kar se 
                                                 
3 D. J. Solove: Conceptualizing privacy, v: California Law Review, 90 (2002), str. 1088. 
4 Prav tam, str. 1095. 
5 Prav tam, str. 1096. 
6 Prav tam, str. 1097. 
7 Prav tam. 
8 Prav tam, str. 1098. 
9 Prav tam, str. 1127. 
10 Prav tam. 
11 Prav tam, str. 1129. 
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da ažurno varstvo zasebnosti kot protiutež hitremu tehnološkemu razvoju, ki vedno znova 
predstavlja nove oblike posegov v zasebnost.12 
 
2.2.  Pravica do komunikacijske zasebnosti  
Pravica do komunikacijske zasebnosti je opredeljena v 1. odstavku 37. člena URS, ki določa: 
»Zagotovljena je tajnost pisem in drugih občil.«13 Komunikacijska zasebnost posamezniku 
zagotavlja pravno zavarovani interes nad tem, da je državi in nezaželenim zasebnikom 
onemogočena seznanitev z vsebino14 komunikacije.15 Posamezniku omogoča nenadzorovano 
komunikacijo, saj mu zagotavlja oblast in možnost izbire o tem, ali bo določeno sporočilo sploh 
prenesel drugemu, komu, na kakšen način ter v kakšnem obsegu ga bo posredoval.16 Posameznik se 
lahko, na podlagi ustavno zagotovljene pravice do komunikacijske zasebnosti, odloči, koga bo 
spustil v zavarovano sfero. Ta pravica posamezniku omogoča, da ostalim prepove seznanitev z 
določenim sporočilom in na drugi strani nudi možnost do privolitve v seznanitev ostalih z vsebino 
sporočila.17 Komunikacijska zasebnost učinkuje tako, da je vsakemu posamezniku dodeljen ščit, ki 
mu omogoča nenadzorovano komunikacijo in ohranitev zaupnih razmerij.18 Poleg posameznikov 
uživajo pravico do komunikacijske zasebnosti tudi pravne osebe. Iz ustavnosodne prakse izhaja, da 
pravne osebe uživajo pravico do zasebnosti vključno z njenim komunikacijskim (in prostorskim) 
vidikom, saj se preko pravnih oseb pravzaprav varujejo pravice fizičnih oseb.19 Tudi pravne osebe 
so upravičene do varovanja tistega dela komunikacije na daljavo, ki ga nočejo razkriti javnosti, 
vendar je to varstvo manj intenzivno kot pri zasebnosti fizičnih oseb.20 Zagotovitev dodatnih 
varovalk in določitev ustavno najstrožjih kriterijev za varovanje (komunikacijske) zasebnosti pa je 
treba na drugi strani zagotoviti odvetnikom zaradi varovanja človekovih pravic njihovih strank.21 
Strogo varovanje komunikacije in zaupnega razmerja med stranko in odvetnikom je izjemno 
pomembno, saj odvetnik zgolj s seznanitvijo z vsemi zaupnimi podatki stranke lahko pripravi 
učinkovito obrambo.22 Pomembnost učinkovitega zagotavljanja zasebnosti je USRS navedlo v 
odločbi U-I- 272/98, ko je zapisalo, da zgolj z zagotovljeno pravico do zasebnosti je lahko 
                                                 
12 M. Kovačič: Nadzor in zasebnost v informacijski družbi, URL: http://dk.fdv.uni-
lj.si/eknjige/EK_Kovacic_2006_Nadzor.pdf (10. 1. 2021). 
13 Ustava Republike Slovenije (URS) Uradni list RS, št. 33/91-I, 42/97 – UZS68, 66/00 – UZ80, 24/03 – UZ3a, 47, 
68, 69/04 – UZ14, 69/04 – UZ43, 69/04 – UZ50, 68/06 – UZ121,140,143, 47/13 – UZ148, 47/13 – UZ90,97,99 
in 75/16 – UZ70a. 
14 Ne samo z vsebino, ampak tudi s podatki, povezanimi z vsebino komunikacije (glej točko 2.3.2.3.). 
15 G. Klemenčič, v: F. Arhar idr., KOMENTAR USTAVE REPUBLIKE SLOVENIJE (2002), str. 391. 
16 Prav tam. 
17 Odločba USRS Up-106/05-27 z dne 2. 10. 2008, 7. točka obrazložitve. 
18 G. Klemenčič, v: F. Arhar idr., KOMENTAR USTAVE REPUBLIKE SLOVENIJE (2002), str. 391. 
19 Odločba USRS št. U-I-40/12 z dne 11. 4. 2013, 26. točka obrazložitve. 
20 Prav tam. 
21 Odločba USRS št. U-I-115/14, Up-218/14 z dne 21. 1. 2016. 
22 Prav tam. 
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posamezniku omogočeno odločanje o lastnih zadevah, saj če vlada pravni red, kjer posameznik ne 
more imeti nadzora nad tem, kdo, kdaj in kaj ve o njem, mu je slednje onemogočeno.23  
 
Komunikacijska zasebnost je zagotovljena tudi v 8. členu EKČP, ki določa naslednje: »Vsakdo ima 
pravico do spoštovanja svojega zasebnega in družinskega življenja, svojega doma in dopisovanja.« 
Cilj pravice do komunikacijske zasebnosti v smislu navedene določbe je varovati zaupnost sporočil 
v širokem naboru situacij, saj zajema pisma zasebne in poklicne narave (vključno s situacijo, ko je 
pošiljatelj ali prejemnik zapornik), telefonske klice med družinskimi člani in drugimi, telefonske 
klice iz zasebnih kot tudi iz poklicnih prostorov in okoliščine, povezane s takimi pogovori 
(prometni podatki).24 Predmet komunikacijske zasebnosti je treba razlagati široko, saj se kot 
integralni del komunikacije štejejo tudi podatki o telefonskih klicih, ki ne vsebujejo podatkov o 
vsebini, temveč podatke, povezane s komunikacijo, kot je npr. trajanje telefonskega pogovora, čas 
klica, klicano telefonsko številko itd.25 Komunikacijska zasebnost se razteza tudi na elektronsko 
komunikacijo, internet in podatke, shranjene na računalniških strežnikih.26 Država podpisnica 
EKČP ima dve obveznosti; na eni strani se je dolžna sama vzdržati posegov v posameznikovo 
pravico do zasebnosti (negativna obveznost), hkrati pa mora varovati posameznikovo pravico do 
zasebnosti pred vdori državne oblasti, javnosti in nezaželenih tretjih (pozitivna obveznost).27  
 
Kot že navedeno, se v prvi vrsti varuje vsebina komunikacije, vendar pod varovalni plašč 
komunikacijske zasebnosti ne spada zgolj vsebina komunikacije, ampak tudi okoliščine in dejstva, 
povezani z elektronsko komunikacijo.28 Razširja se tudi na prometne podatke, torej na način, kako 
je komunikacija potekala, kdo je klicatelj in prejemnik klica, kraj, kjer je bila komunikacija 
vzpostavljena, ter čas trajanja komunikacije. Trend v smeri, da se s pravico do komunikacijske 
zasebnosti varujejo tudi prometni podatki, se je pokazal že v odklonilnem ločenem mnenju sodnika 
Stewarta iz leta 1979, ko v zadevi Smith proti Maryland pred Vrhovnim sodiščem Združenih držav 
Amerike (v nadaljevanju: VS ZDA) zapiše, da je s pomočjo prometnih podatkov, pridobljenih z 
napravo »pen register« mogoče razkriti identiteto oseb, mesto klica in posledično ugotoviti 
marsikatere podrobnosti posameznika.29 
                                                 
23 Odločba USRS št. U-I- 272/98 z dne 8. 5. 2003. 
24 Guide on Article 8 of the Convention- Right to respect for private and family life, str. 105, tč. 483-484, URL: 
https://www.echr.coe.int/documents/guide_art_8_eng.pdf  (6. 1. 2021) 
25 B. Makarovič, Nam v informacijski družbi primer Malone še zadostuje? v: Pravna praksa, 43 (2008), str. 11–12. 
26 Prav tam. 
27 R. Lampe, PRAVO ČLOVEKOVIH PRAVIC (2010), str. 403. 
28 Odločba USRS Up 106/05-27 z dne 2. 10. 2008. 
29 B. M. Zupančič idr., USTAVNO KAZENSKO PROCESNO PRAVO (2000), str. 398. 
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2.3.  Domet varovanja pravice do komunikacijske zasebnosti 
2.3.1. Iskanje koncepta, ki predstavlja ustrezno ravnovesje med zasebnostjo in učinkovitim 
kazenskim pregonom 
Eden od pristopov pri iskanju ravnotežja med učinkovitim odkrivanjem in preiskovanjem kaznivih 
dejanj in preprečitvijo nastanka prevelikega tveganja za pretiran poseg v (komunikacijsko) 
zasebnost je splošno sprejet koncept razumno pričakovane zasebnosti. Ta izhaja izpred pol stoletja 
izdane sodne odločbe Katz proti ZDA30, ko sodišče opusti dobesedno in ozko razlago četrtega 
amandmaja in varstvo zasebnosti na lastnini31 razširi tudi na določena pričakovanja glede 
zasebnosti.32 V skladu s to doktrino je posameznik varovan tam, kjer upravičeno in razvidno za 
ostale pričakuje, da ne bo nadzorovan.33 Četrti amandma posameznika ščiti tedaj, ko skuša 
informacije ohraniti kot zasebne, saj bo s trenutkom, ko te informacije razkrije javnosti, njegovo 
sklicevanje na četrti amandma neupravičeno ter za poseg ne bo potrebna pridobitev sodne 
odredbe.34  
 
Sodna odločba Smith proti Maryland35 iz leta 1979 je za varstvo prometnih podatkov usodna, saj tu 
VS ZDA razvije izjemo od koncepta razumno pričakovane zasebnosti, t. i. doktrino tretje stranke 
(ang. third-party doctrine), po kateri posameznik ni več upravičen do razumnega pričakovanja 
zasebnosti na tistih osebnih podatkih, ki jih posreduje tretjim osebam (npr. bankam, telefonskim 
operaterjem, ponudnikom internetnih storitev itd.).36 Prometni podatki so praviloma vedno 
posredovani tretjim osebam (npr. telefonskim operaterjem za namene obračunavanja), zato niso več 
zaščiteni s četrtim amandmajem. Iz te doktrine namreč izhaja, da je tisto, kar posameznik posreduje 
tretjim osebam, dostopno tudi policiji.37 Ideja o razumno pričakovani zasebnosti, ki se je razvila v 
že omenjeni zadevi Katz proti ZDA, je predstavljala osnovo v kasnejših zadevah Smith proti 
Maryland in ZDA proti Miller38.39 Tu je sodišče odločilo, da posameznik nima upravičenega 
pričakovanja pri telefonskih številkah, ki jih pokliče (zadeva Smith proti Maryland), in pri bančnih 
podatkih (zadeva ZDA proti Miller), saj s predajo teh podatkov telefonskemu operaterju in bankam 
                                                 
30 Katz proti ZDA, 389 U.S. 347 (1967). Ta sodba pomeni revidiranje odločitve Olmstead proti ZDA, 277 U.S. 438 
(1928) in sledi v uvodu citiranemu ločenemu mnenju sodnika Brandeisa.  
31 Glej sodno odločbo Olmstead proti United States, 227 U.S. 438 (1928). 
32 R. M. Thompson, The Fourth Amandment Third-Party Doctrine, URL: https://fas.org/sgp/crs/misc/R43586.pdf (8. 1. 
2020). 
33 Odločba USRS št. U-I-272/98 z dne 8. 5. 2003. 
34 B. M. Zupančič idr., USTAVNO KAZENSKO PROCESNO PRAVO (2000), str. 340. 
35 Smith proti Maryland, 442 U.S. 735 (1979). 
36 P. Križnar, Varstvo lokacijske zasebnosti s pomočjo mozaične teorije podatkov, v: Zbornik znanstvenih razprav 
LXXVI (2016), str. 116. 
37 R. M. Thompson, The Fourth Amandment Third-Party Doctrine, URL: https://fas.org/sgp/crs/misc/R43586.pdf (8. 1. 
2021). 
38 ZDA proti Miller, 307 U.S. 174 (1939). 
39 Prav tam. 
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lahko domneva, da se bodo ti podatki nato izpostavili državnim organom.40 VS ZDA se tu 
osredotoči na splošno pričakovanje, ne upošteva pa tistega, kar si posameznik želi, da ostane 
prikrito. Doktrina tretje stranke temelji na paradigmi zaupnosti (ang. secrecy paradigm).41 Ta 
doktrina varstvo zasebnosti zoža zgolj na informacije, ki imajo status zaupnosti in spregleda, da v 
času informacijske dobe informacije redko ostanejo povsem zaupne.42  
 
V informacijski dobi je paradigma zaupnosti zastarela, ker praktično vodi do izvotlitve zasebnosti, 
saj je danes nemogoče živeti ne da bi vsakodnevno puščali informacijske sledi.43 Zaradi navedenih 
pomanjkljivosti je doktrina tretje stranke deležna številnih kritik. Sodnik Marshall meni, da razkritje 
informacije za poslovne namene še ne pomeni, da posameznik pritrjuje razkritju te informacije tudi 
za ostale namene.44 Druga kritika doktrine tretje stranke se nanaša na prostovoljnost posredovanja 
informacij v poslovne namene. Sodnik Brennan izpodbija idejo o prostovoljnosti posredovanja 
informacij. Meni, da razkritje posameznikovih finančnih podatkov banki ni prostovoljno, saj v 
sodobni družbi pravzaprav ni mogoče živeti brez bančnega računa.45 Nadalje, v zadevi ZDA proti 
Jones46 iz leta 2012 se je postavilo vprašanje o smislu nadaljnje uporabe doktrine tretje stranke.47 
Sodnica Sotomayor je podvomila v pravilnost predpostavke, da posameznik nima upravičenega 
pričakovanja zasebnosti pri informacijah, ki jih prostovoljno razkrije tretjim osebam. Poudarja, da 
uporaba paradigme zaupnosti ni primeren pristop za digitalno dobo, ko ljudje med izvajanjem 
vsakodnevnih nalog razkrivamo tretjim osebam veliko informacij o sebi.48 Sodna praksa VS ZDA 
se zaradi zgoraj navedenih kritik spreminja v smer večjega varstva prometnih podatkov. Carpenter 
proti ZDA49 je pomemben primer pred VS ZDA glede zasebnosti lokacijskega podatka, saj je 
zavrnil prejšnjo sodno prakso o doktrini tretje stranke. VS ZDA je, zaradi upoštevanja tehnološkega 
napredka, odločilo, da je treba za pridobitev lokacijskega podatka mobilnega telefona pridobiti 
predhodno sodno odredbo.50 VS ZDA poudari, da posameznik ohrani legitimno pričakovanje 
zasebnosti, saj gre za edinstveno naravo zapisov o lokaciji mobilnega telefona, ki jih hrani tretja 
                                                 
40 Prav tam. 
41 D. J. Solove, Taxonomy of privacy, v: University of Pennsylvania Law Review, 3 (2006), str. 526. 
42 D. J. Solove, Access and Aggregation: Privacy, public records and the Constitution, v: GW Law Faculty Publications 
& Other Works, 86 (2002), str. 1140. 
43 Prav tam, str. 1172–1173. 
44 R. M Thompson: The Fourth Amandment Third-Party Doctrine, URL: https://fas.org/sgp/crs/misc/R43586.pdf 
(10.1.2020) 
45 Prav tam. 
46 ZDA proti Jones, 565 U.S. 400 (2012). 
47 V tem primeru se je sodišče še vrnilo na lastninski koncept varovanja zasebnosti. Sklicevalo se je na dejstvo, da je 
policija fizično vdrla v zasebno lastnino Jonesa (avtomobil), kamor je namestila GPS sledilnik. 
48 Mnenje sodnice Sotomayor v zadevi ZDA proti Jones, 565 U.S. 400 (2012). 
49 Carpenter proti ZDA, 585 U.S. (2018). 
50 Obenem je VS ZDA poudarilo, da je ta odločitev ozka, saj se strogo nanaša le na lokacijske podatke in ne spreminja 
prakse o pridobivanju podatkov iz drugih poslovnih evidenc, ki bi lahko razkrile podatke o lokaciji, ne upošteva niti 
drugih tehnik zbiranja lokacijskih podatkov. Hkrati VS ZDA doda možnost nujnih okoliščin, ki opravičujejo zbiranje 
lokacijskih podatkov tudi brez sodne odredbe. 
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oseba in ki omogočajo intimno okno v človekovo življenje ter ne razkrivajo le njegovih gibanj, 
temveč prek njih tudi »družinska, politična, profesionalna, verska in spolna nagnjenja«51.52 
 
Iskanje ravnotežja med zasebnostjo in učinkovitim kazenskim pregonom je očitno zahteven izziv. 
Koncept razumne pričakovane zasebnosti navkljub prvotnemu namenu po razširitvi dometa varstva 
komunikacijske zasebnosti je v določenih primerih dosegel prav nasprotni učinek.53 Treba je 
upoštevati tudi empirično oceno pričakovanj, ki postopoma vodi v zmanjšanje zasebnosti, saj vedno 
več ljudi pričakuje, da državni organi zlahka pridobijo njihove osebne podatke.54 Doktrina tretje 
stranke očitno ni primerna v informacijski dobi, ker večina informacij nima statusa zaupnosti, saj se 
hitro znajdejo v rokah tretjih oseb.  
 
2.3.2. Prometni podatki  
2.3.2.1. Definicija prometnih podatkov 
Definicijo podatkov o prometu vsebuje Konvencija Sveta Evrope o kibernetski kriminaliteti55, ki v 
točki d 1. odstavka 1. člena določa, da so podatki o prometu »vsi računalniški podatki o 
komuniciranju s pomočjo računalniškega sistema, ustvarjeni z računalniškim sistemom, ki je bil del 
komunikacijske verige, in nakazujejo izvor, cilj, pot, čas, datum, obseg, trajanje ali vrsto take 
storitve«. 
 
Podatke o prometu definira tudi Zakon o elektronskih komunikacijah (v nadaljevanju: ZEKom-1)56, 
ki v 45. točki 1. odstavka 3. člena ZEKom-1 določa, da so prometni podatki »kateri koli podatki, 
obdelani za namen prenosa komunikacije po elektronskem komunikacijskem omrežju ali zaradi 
njegovega zaračunavanja«. 
 
2.3.2.2. Komunikacijska in informacijska zasebnost kot varovali prometnih podatkov  
Pravno varstvo podatkov o komunikaciji sestavlja varstvo prometnih podatkov preko pravice do 
komunikacijske zasebnosti iz 37. člena URS ter preko pravice do informacijske zasebnosti, ki jo 
zagotavlja 38. člen URS.57 Z ustavno zajamčeno informacijsko zasebnostjo je posamezniku 
                                                 
51 Tu se je VS ZDA sklicevalo na mnenje sodnice Sotomayor iz zadeve ZDA proti Jones, 565 U.S. 400 (2012). 
52 Carpenter proti ZDA, 585 U. S. (2018). 
53 Glej zadevo Florida proti Riley, 448 U.S. 445 (1989). 
54 D. J. Solove: Digital Dossiers and the Dissipation of Fourth Amendment Privacy, v: Southern California Law 
Review, 75 (2002), str. 1154–1156. 
55 Konvencija o kibernetski kriminaliteti, Uradni list RS, MP 17/2004, 7. 6. 2004 (stran 4205). 
56 Zakon o elektronskih komunikacijah (ZEKom-1), Uradni list RS, št. 109/12, 110/13, 40/14 – ZIN-B, 54/14 – odl. 
US, 81/15 in 40/17. 
57 V tem delu se bom osredotočila zgolj na informacijsko zasebnost, saj je bilo varstvo prometnih podatkov preko 
komunikacijske zasebnosti opisano že v točki 2.2. 
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zagotovljeno varstvo osebnih podatkov. To varstvo zajema prepoved uporabe osebnih podatkov v 
nasprotju z njihovim namenom zbiranja, zahtevo po zakonski ureditvi zbiranja, obdelovanja, 
namena uporabe, nadzora in varstva tajnosti osebnih podatkov ter pravico do seznanitve z zbranimi 
osebnimi podatki, ki se nanašajo na posameznika, poleg pravice do sodnega varstva v primeru 
zlorabe.58 Ustavnosodna praksa temeljno podstat informacijske zasebnosti opredeljuje kot 
»spoznanje, da ima posameznik pravico zadržati informacije o sebi zase in da je v izhodišču on tisti, 
ki odloča, koliko sebe bo razkril in komu«.59 
 
Splošna uredba o varstvu osebnih podatkov (v nadaljevanju: Splošna uredba)60 določa, da  
»osebni podatek pomeni katero koli informacijo v zvezi z določenim ali določljivim posameznikom, 
določljiv posameznik je tisti, ki ga je mogoče neposredno ali posredno določiti, zlasti z navedbo 
identifikatorja, kot je ime, identifikacijska številka, podatki o lokaciji, spletni identifikator, ali z 
navedbo enega ali več dejavnikov, ki so značilni za fizično, fiziološko, genetsko, duševno, 
gospodarsko, kulturno ali družbeno identiteto tega posameznika«.61 Bistvo osebnega podatka je, da 
je z njim omogočena določljivost posameznika, zato je tudi prometni podatek mogoče definirati kot 
osebni podatek.62 Kljub temu da prometni podatki niso izrecno uvrščeni med osebne podatke, je s 
pomočjo tako sodne prakse kot teorije mogoče zaključiti, da mednje spadajo tudi prometni podatki, 
saj je z njihovo pomočjo mogoče razkriti veliko podrobnih informacij o posameznikovem intimnem 
življenju. Pod okrilje varstva, ki ga nudi informacijska zasebnost, je mogoče uvrstiti tudi prometne 
podatke, saj ti predstavljajo osebne podatke.63 USRS v odločbi U-I-65/1364 poudarja, da kljub temu 
da vsak prometni podatek zase morda še ne dosega praga osebnega podatka, je iz skupka vseh 
zbranih prometnih podatkov mogoče izluščiti precej podrobnosti iz posameznikovega življenja.65 
 
2.3.2.3. Ali so prometni podatki varovani pod okriljem komunikacijske zasebnosti? Vpogled v 
sodno prakso sodišč ESČP, SEU in USRS 
Ali je treba za poseg oziroma omejitev komunikacijske zasebnosti po mnenju judikature šteti tudi 
pridobivanje prometnih podatkov? Sledi sistematična analiza sodne prakse sodišč ESČP, SEU ter 
USRS glede varovanja prometnih podatkov. Različna sodišča namreč dajejo različne odgovore.  
                                                 
58 38. člen URS. 
59 Odločba USRS U-I-98/11 z dne 26. 9. 2012, 12. točka obrazložitve. 
60 Uredba (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. 4. 2016 o varstvu posameznikov pri obdelavi 
osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES (Splošna uredba o varstvu 
podatkov). 
61 1. točka 1. odstavka 4. člena Splošne uredbe. 
62 Sodba Upravnega sodišča I U 908/2010 z dne 3. 12. 2010. 
63 M. Kovačič: Zasebnost in hramba prometnih podatkov v mobilni telefoniji, URL: 
http://uploadi.www.ris.org/editor/1224355967kovacicZasebnostinhrambaprometnih.PDF (10. 1. 2021). 
64 Odločba USRS U-I-65/13 z dne 3. 7. 2014. 
65 Prav tam, 14. točka obrazložitve. 
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2.3.2.3.1. Sodna praksa ESČP 
ESČP je na vprašanje, ali se za poseg v komunikacijsko zasebnost šteje tudi zbiranje prometnih 
podatkov, odgovorilo v odmevni zadevi Malone proti Združenemu kraljestvu.66 Tu je presojalo 
izpolnjenost pogojev iz 2. odstavka 8. člena EKČP, ki utemeljujejo poseg države v komunikacijsko 
zasebnost posameznika. ESČP po analizi veljavnega prava v Angliji in Walesu glede prisluškovanja 
komunikacijam potrdi mnenje Komisije, da je nekoliko nejasno in posledično odpira različne 
možne razlage.67 Sodišče zaključi, da zakonodaja Anglije in Walesa ne določa razumnega obsega in 
načina izvrševanja diskrecijske pravice izvršilne veje oblasti.68 ESČP v navedeni zadevi odloča tudi 
o registriranju klicanih telefonskih številk (ang. metering), kjer ugotovi, da pravo v Angliji in 
Walesu ne prepoveduje poštnemu uradu posredovati odvrtenih telefonskih številk policiji, kar 
pomeni kršitev 2. odstavka 8. člena EKČP.69 ESČP zahteva obstoj sistema, ki zagotavlja nadzor nad 
izvajanjem pooblastil države, da se prepreči arbitrarno delovanje državnih organov.70 ESČP 
zaključi, da so ti posnetki zapisov integralni elementi telefonske komunikacije, iz česar sledi, da bi 
se s prepustitvijo teh podatkov policiji brez posameznikovega dovoljenja (privolitve) posegalo v 
pravico do komunikacijske zasebnosti.71 
 
Omenjena sodba je izjemnega pomena glede narave pridobivanja prometnih podatkov, saj tudi 
prometnim podatkom preko 8. člena EKČP nudi pravno varstvo. Iz odločitve pa ni mogoče razbrati, 
kako obravnavati poseg pridobivanja prometnih podatkov v primerjavi z ukrepom prestrezanja 
komunikacij.72  
 
Benedik proti Sloveniji73 je zadeva, kjer je ESČP odločalo o tem, ali je IP-naslov varovan z 8. 
členom EKČP. Pri iskanju odgovora je ločevalo med statičnim in dinamičnim IP-naslovom ter 
navedlo, da je ugotovitev uporabnikove identitete z dinamičnim IP-naslovom mogoča zgolj s 
pomočjo telekomunikacijskega operaterja, saj se dinamični IP-naslov ob vsakokratni ponovni 
vzpostavitvi internetne povezave spremeni.74 Poudarilo je, da se z razkritjem identitete 
posameznikovega IP-naslova in posledično možnosti vpogleda v njegove dosedanje dejavnosti na 
                                                 
66 Sodba ESČP Malone proti Združenemu kraljestvu z dne 2. 8. 1984. 
67 B. M. Zupančič idr., USTAVNO KAZENSKO PROCESNO PRAVO (2000), str. 363. 
68 Sodba ESČP Malone proti Združenemu kraljestvu z dne 2. 8. 1984, 79. točka obrazložitve. 
69 B. M. Zupančič idr., USTAVNO KAZENSKO PROCESNO PRAVO (2000), str. 365. 
70 D. Gomien, KRATEK VODIČ PO EVROPSKI KONVENCIJI O ČLOVEKOVIH PRAVICAH (2009), str. 66. 
71 Prav tam. 
72 P. Gorkič: Načelo sorazmernosti in odločanje o pridobivanju prometnih podatkov, URL: 
http://www.sodisce.si/znanje/sodna_praksa/search.M02.php?q=pravo&database%5bSOSC%5d=SOSC&_submit=išči&
rowsPerPage=20&page=963&id=46784 (12. 1. 2021). 
73 Z zadevo se je ukvarjalo tudi USRS, ki pa razlikovanju med statičnim in dinamičnim IP-naslovom ni dalo take teže. 
74 P. Križnar, Benedik proti Sloveniji, v: Pravna praksa, 19 (2018), str. 6–8. 
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internetu ne razkrije le njegovega osebnega imena, temveč tudi druge podrobne podatke o 
posameznikovem načinu življenja.75 Pri odločitvi si pomaga z doktrino razumno pričakovane 
zasebnosti in ob sklicevanju na zadevo Uzun proti Nemčiji76 poudari, da je mogoče pričakovanje 
zasebnosti označiti kot utemeljeno tudi tedaj, ko do posega pride v javnem kontekstu.77 ESČP meni, 
da je USRS »spregledalo en korak« pri postopku odkrivanja identifikacije uporabnika dinamičnega 
IP-naslova.78 ESČP namreč pri presoji ne daje teže temu, da dinamični IP-naslov ni ostal tajen, 
temveč se osredotoči predvsem na vprašanje, ali je pritožnik utemeljeno pričakoval, da bo njegova 
identiteta ostala prikrita.79 V zvezi s tem vprašanjem sodišče sklene, da bi bila za razkritje podatkov 
o naročniku potrebna sodna odredba. Posledično sodišče zaključi, da kvaliteta pravne podlage, ki je 
urejala sporni ukrep, ni dosegala zadostne ravni jasnosti, da bi preprečila samovoljo preiskovalnih 
organov.80 
 
V zadevi Venezuela Contreras proti Španiji81 je pritožnik zatrjeval, da je prisluškovanje telefonskim 
pogovorom pomenilo neupravičeno vmešavanje v 8. člen EKČP, saj zakonska podlaga82 ne dosega 
zahtevanega standarda predvidljivosti in jasnosti prava.83 ESČP poudari, da državljanom ni jasno, 
pod kakšnimi pogoji je država upravičena do nadzorovanja komunikacije.84 Sodišče poleg tega 
zapiše, da je neutemeljeno sklicevanje vlade na dejstvo, da je pri ukrepu »le« registrirala klicane 
telefonske številke (ang. metering).85 ESČP nam z zavrnitvijo vladnega argumenta pojasni, da je 
treba tudi za zbiranje prometnih podatkov izpolnjevati pogoje, določene v 2. odstavku 8. člena 
EKČP, sicer gre za neupravičeno poseganje v komunikacijsko zasebnost. 
 
V zadevi PG in JH proti Združenemu kraljestvu86 ESČP ugotavlja, da registracija telefonskih 
številk sama po sebi še ne predstavlja kršitve 8. člena EKČP, če je ta namenjena telefonskemu 
operaterju za obračunavanje telefonskih storitev.87 Pridobivanje takih informacij s strani policije pa 
predstavlja poseg v navedeni člen.88 Pritožniki so navajali, da pravna podlaga ni dosegala standarda 
                                                 
75 Prav tam. 
76 Sodba ESČP Uzun proti Nemčiji z dne 2. 12. 2010. 
77 Sodba ESČP Benedik proti Sloveniji z dne 24. 4. 2018, 98. točka obrazložitve. 
78 Proces identifikacije posameznika preko dinamičnega IP-naslova je sestavljen iz več korakov. Prvi je ugotovitev 
dinamičnega IP-naslova, nato posredovanje zahteve internetnemu ponudniku, ta nato pregleda shranjene podatke, preko 
katerih je mogoče povezati dinamičen IP-naslov z določljivim posameznikom. 
79 Sodba ESČP Benedik proti Sloveniji z dne 24. 4. 2018, 116. točka obrazložitve. 
80 Prav tam, 132. točka obrazložitve. 
81 Sodba ESČP Venezuela Contreras proti Španiji z dne 30. 7. 1998. 
82 V tem primeru je bila to neposredno španska ustava. 
83 Sodba ESČP Venezuela Contreras proti Španiji z dne 30. 7. 1998, 43. točka obrazložitve. 
84 Prav tam, 60. točka obrazložitve. 
85 Prav tam, 47. točka obrazložitve. 
86 Sodba ESČP PG in JH proti Združenemu Kraljestvu z dne 25. 9. 2001. 
87 Prav tam, 42. točka obrazložitve. 
88 Prav tam. 
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kakovosti prava, zahtevanega z dotakratno judikaturo ESČP, saj ne zagotavlja zadostne 
predvidljivosti in ustrezne zaščite pred samovoljo državnih organov.89 Sodišče poudari, da je vrsta 
zaščitnega ukrepa odvisna od narave in obsega posega v zadevno pravico.90 Nadalje ugovarja 
navedbam pritožnikov in ugotovi skladnost posega z zakonom z obrazložitvijo, da poseg ni zajemal 
vsebine komunikacije, ampak samo informacije o telefonskih številkah, ki so bile poklicane iz 
osumljenčevega stanovanja.91  
 
Primer, kjer se je ESČP ukvarjalo z upravičenostjo opazovanja posameznika preko GPS-sistema, je 
zadeva Uzun proti Nemčiji.92 Vlada je ugovarjala, da se z golim opazovanjem preko GPS-sistema 
ne sproži vprašanje po 8. členu EKČP, saj se nadzor ni neposredno nanašal na pritožnika, temveč je 
bil sprejemnik GPS vgrajen v avto njegovega sostorilca.93 Sodišče ob sklicevanju na zadevo PH in 
JH proti Združenemu kraljestvu poudari, da obstaja območje interakcije posameznika z drugimi, 
tudi v javnem kontekstu (zunaj njihovih zasebnih prostorov), ki lahko spada v območje varovanja 
»zasebnega življenja« v smislu 8. člena EKČP.94 Predvsem sistematičen ali stalen nadzor javne 
scene s tehnološkimi sredstvi lahko pomeni poseg v zasebnost.95 Sodišče upošteva trditev vlade, da 
je bil sprejemnik GPS vgrajen v avto sostorilca, ampak poudari, da so preiskovalni organi očitno 
nameravali pridobiti tudi informacije o gibanju pritožnika.96 Primer je z vidika prometnih podatkov 
pomemben predvsem zato, ker EČSP tu vendarle napravi distinkcijo med intenzivnostjo varovanja 
prometnih podatkov in varovanjem vsebine komunikacije.97 ESČP poudari, da je nadzor preko 
GPS-sistema manj invaziven poseg v zasebno življenje kot prisluškovanje po telefonu, zato sprejme 
odločitev, da je sicer šlo za poseg v 8. člen EKČP, vendar je ta bil upravičen, saj naknadni sodni 
nadzor nudi v tem primeru ustrezno zaščito pred samovoljo.98 
  
Sodna praksa ESČP ima pomembno vlogo za slovensko sodno prakso. Slednje izhaja iz same URS, 
ki v 8. členu določa, da je Slovenija zavezana k spoštovanju in izvrševanju sodb ESČP. Kaže se tudi 
v izjemni pogostosti sklicevanja USRS na judikaturo ESČP.99 Od zgoraj opisanih zadev je gotovo 
zadeva Malone proti Združenemu kraljestvu tista, ki ima največji vpliv na pomen prometnih 
                                                 
89 Prav tam, 39. točka obrazložitve. 
90 Prav tam, 46. točka obrazložitve. 
91 Prav tam. 
92 Sodba ESČP Uzun proti Nemčiji z dne 2. 12. 2010. 
93 Prav tam, 42.–44. točka obrazložitve. 
94 Prav tam. 
95 Prav tam. 
96 Prav tam, 72. točka obrazložitve. 
97 Prav tam. 
98 Prav tam. 
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podatkov. Prometni podatki so tu izenačeni z vsebino komunikacije, saj jih sodišče opredeli kot 
»integraln[e] element[e] telefonske komunikacije«. Čeprav so prometni podatki izenačeni z vsebino 
komunikacije, je preko analize sodne prakse mogoče ugotoviti, da ESČP vendarle napravi 
distinkcijo med vsebino komunikacije in prometnimi podatki glede kvalitete prava, ki se jo zahteva 
pri presoji skladnosti ukrepa z zakonom. Ukrep pridobivanja prometnih podatkov razume kot manj 
invaziven ukrep od prikritega prisluškovanja. Kljub temu da v več sodbah poudari, da je mogoče 
preko prometnih podatkov ugotoviti posameznikovo intimno življenje, zahteva nižjo raven kvalitete 
prava in zaščitnih ukrepov za ukrep pridobivanja prometnih podatkov kot pa glede prikritega 
prisluškovanja.100 V zadevi Venezuela Contreras proti Španiji zaključi, da argument vlade, češ da je 
opravljala zgolj metering, ne bo upoštevan, saj tudi metering predstavlja poseg v 8. člen EKČP. Iz 
tega je mogoče sklepati, da je ESČP glede ugotovitve obstoja posega v 8. člen EKČP primerljivo 
strogo tako glede posegov, ki predstavljajo prestrezanje vsebine komunikacije, kot tudi glede 
posegov, ki predstavljajo pridobivanje prometnih podatkov. Kljub temu je mogoče zaključiti, da se 
v primeru pridobivanja prometnih podatkov zahteva nižja kvaliteta prava. ESČP pravo, ki določa 
poseg v prometne podatke, prej označi za kvalitetno kot pravo, ki pomeni poseg v vsebino 
komunikacije. 
 
2.3.2.3.2. Sodna praksa SEU 
Zadeva Digital Rights Ireland in Seitlinger in drugi101 je tista, ki je na področju hrambe prometnih 
podatkov gotovo dvignila nekaj prahu. Sodišče Evropske unije (v nadaljevanju: SEU) je z njo 
namreč razveljavilo Direktivo 2006/24/ES (v nadaljevanju: Direktiva o hrambi prometnih 
podatkov),102 ki je v 3. členu določala obveznost hrambe podatkov iz 5. člena. Njen cilj je bil 
uskladitev obveznosti ponudnikov storitev glede hrambe prometnih podatkov in s tem zagotovitev 
dostopnosti teh podatkov za namene preiskovanja, odkrivanja in pregona hudih kaznivih dejanj in 
zagotovitvi javne varnosti.103 SEU uvodoma opozori, da med podatke, za katere Direktiva o hrambi 
prometnih podatkov nalaga obvezno hrambo, spadajo tudi »podatki, potrebni za sledenje ter 
prepoznanje vira in cilja komunikacije, za ugotovitev datuma, časa, trajanja in vrste komunikacije, 
za razpoznavo komunikacijske opreme uporabnikov ter za ugotovitev lokacije opreme za mobilno 
komunikacijo, med katerimi so predvsem ime in naslov naročnika ali registriranega uporabnika, 
                                                 
100 Glej Sodbo ESČP Uzun proti Nemčiji z dne 2. 12. 2010. 
101 Sodba C-293/12 (Digital Rights Ireland Ltd proti Minister for Communications in drugim) in  
C-594/12 (Kärntner Landesregierung in drugi) z dne 8. 4. 2014. 
102 Direktiva 2006/24/ES Evropskega parlamenta in Sveta z dne 15. 3. 2006 o hrambi podatkov, pridobljenih ali 
obdelanih v zvezi z zagotavljanjem javno dostopnih elektronskih komunikacijskih storitev ali javnih komunikacijskih 
omrežij, in spremembi Direktive 2002/58/ES. 
103 Sodba C-293/12 (Digital Rights Ireland Ltd proti Minister for Communications in drugim) in  
C-594/12 (Kärntner Landesregierung in drugi) z dne 8. 4. 2014, 15. točka obrazložitve. 
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kličoča in klicana telefonska številka ter naslov IP za internetne storitve«.104 Kombinacija vseh 
navedenih podatkov pa pripelje do precej natančnih ugotovitev o posamezniku, na primer njegovo 
stalno in začasno prebivališče, socialno življenje, vsakodnevne poti ipd.105 Po ugotovitvi, da dostop 
organov do teh podatkov pomeni (resen) poseg v pravico do zasebnega življenja in pravico do 
varstva osebnih podatkov, je SEU poseg presojalo še v luči načela sorazmernosti.106 SEU prizna, da 
je hramba navedenih podatkov zasledovala cilj v splošnem interesu Unije ter da je ta primeren, 
vendar poudari, da ukrepa ni mogoče šteti za nujnega za zagotavljanje javne varnosti.107 Direktiva o 
hrambi prometnih podatkov ni omejila posegov zgolj na tiste, ki jih je mogoče označiti kot nujne, 
saj ni določala jasnih meril ali omejitev hrambe prometnih podatkov, temveč je zajela najširši 
možen obseg uporabe (vse prebivalstvo ter vsa sredstva elektronske komunikacije).108 Kljub temu 
da je bil njen cilj zagotovitev javne varnosti, ni zahtevala povezave med nevarnostjo za javno 
varnost ter zbiranjem podatkov.109 Poleg tega je nezadostno urejala dostop in nadaljnjo uporabo 
podatkov, saj ni določala stroge prepovedi uporabe teh podatkov izven namenov varovanja javne 
varnosti in glede tega ni zahtevala neodvisnega (sodnega) nadzora.110  
 
Mnenje o obsegu učinkov sodbe Digital Rights ni bilo enotno, zato se je prekinitvi nadaljnjega 
zbiranja prometnih podatkov s strani švedskega ponudnika elektronskih komunikacijskih storitev 
Tele2 uprla generalna policijska postaja Švedske in vložila pritožbo z obrazložitvijo, da Tele2 
napačno interpretira sodbo Digital Rights. Predložitveno sodišče je na SEU naslovilo predhodno 
vprašanje o tem, ali je splošna in neselektivna obveznost zbiranja prometnih podatkov z namenom 
boja proti kriminalu skladna z Direktivo 2002/58/ES111 ter s 7., 8. in 11. členom Listine Evropske 
unije o temeljnih pravicah112.113 Vprašanje upravičenosti obvezne hrambe prometnih podatkov se je 
pojavilo tudi v zadevi Watson, zato je SEU zadevi C-203/15 in C-698/15 združilo. SEU, ob 
sklicevanju na zadevo Digital Rights, ponovno poudari kvaliteto informacij, do katerih se lahko 
dokopljemo s pomočjo podatkov o komunikacijskem prometu. Kljub temu da pri zbiranju 
prometnih podatkov ne gre za podatke o dejanski vsebini, se je s pridobivanjem in analiziranjem teh 
podatkov mogoče dokopati do informacij, ki niso nič manj občutljive od vsebine komunikacije.114 
                                                 
104 Prav tam, 26. točka obrazložitve. 
105 Prav tam, 27. točka obrazložitve. 
106 Prav tam, 37. točka obrazložitve. 
107 Prav tam, 45–41. točka obrazložitve. 
108 Prav tam, 51–62. točka obrazložitve. 
109 Prav tam. 
110 Prav tam. 
111 Direktiva 2002/58/ES evropskega parlamenta in Sveta z dne 12. 7. 2002 o obdelavi osebnih podatkov in varstvu 
zasebnosti na področju elektronskih komunikacij. 
112 Listina Evropske unije o temeljnih pravicah 2012/C 326/02. 
113 Sodba C-203/15 (Tele2 Sverige AB proti Post-och telestyrelsen) in C-698/15 (Secretary of State for the Home 
Department proti Tomu Watsonu in drugim) z dne 21. 12. 2016, 50. točka obrazložitve. 
114 Prav tam, 99. točka obrazložitve. 
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Posledično neselektivno in splošno zbiranje prometnih podatkov pomeni resen poseg, ki je lahko 
izjemoma utemeljen zgolj za preprečevanja hudega kriminala.115 Sporna ureditev ukrepov ne zoža 
na obseg nujnosti, ker ne določa ožjega kroga oseb in prometnih podatkov, ki se zbirajo, niti ne 
zahteva povezave med ravnanji oseb in nevarnostjo za javno varnost.116 SEU je izpostavilo pomen 
stroge omejitve dostopa do hranjenih podatkov le za namene preprečevanja hudega kriminala ter ob 
spoštovanju načela sorazmernosti.117 Le objektivna merila so primerna za opredelitev pogojev, 
določenih za dostop do hranjenih podatkov, ta pa morajo biti predhodno preverjena s strani 
neodvisnega organa ali sodišča.118 Prispevek te sodbe k razvoju sodne prakse o varstvu prometnih 
podatkov se kaže v opredelitvi natančnih zahtev v obliki objektivnih (in geografskih) meril, ki jih 
morajo izpolniti nacionalni zakonodajalci, da preprečijo zlorabe in dejansko uspejo v praksi omejiti 
obseg ukrepa.119 
 
Novejša sodba La Quadrature du Net in drugi proti Premier ministre in drugim120 predstavlja 
preobrat v dosedanji praksi SEU glede varstva prometnih podatkov. Če je za prejšnje odločitve SEU 
mogoče trditi, da se je tehtnica praviloma v večji meri prevesila na stran varstva prometnih 
podatkov in ne v smer kazenskega pregona, v tem primeru tega ni mogoče trditi. Čeprav je SEU 
presodilo, da nacionalna zakonodaja držav članic ne sme od ponudnikov elektronskih storitev 
zahtevati izvajanja splošne in neselektivne hrambe podatkov za namene boja proti kriminalu ali 
zaščite nacionalne varnosti, je, skladno s to sodbo, dovoljena splošna in neselektivna hramba 
prometnih podatkov takrat, ko ima država članica opravka z »resno grožnjo nacionalni varnosti, ki 
jo je mogoče označiti za resnično in prisotno ali predvidljivo«.121 Sodišče temu doda zahtevo po 
»upoštevanju zaščitnih ukrepov« in »časovni omejitvi na nujno potrebno« ter nadzor s strani sodišča 
ali neodvisnega organa.122 Poleg navedene izjeme, ki rahlja varstvo prometnih podatkov, sodišče 
meni, da IP-naslov spada pod manj občutljive podatke, zato je dovoljena vsesplošna in neselektivna 
hramba IP-naslovov virov komunikacije za namene zaščite nacionalne varnosti, boja proti hudim 
kaznivim dejanjem ter preprečevanja resnih groženj javni varnosti.123 Iz sodbe izhaja tudi, da cilj 
varovanja nacionalne varnosti lahko utemelji resnejše posege v človekove pravice kot drugi cilji.124 
 
                                                 
115 Prav tam, 103–112. točka obrazložitve. 
116 Prav tam. 
117 Prav tam, 114–120. točka obrazložitve. 
118 Prav tam. 
119 Prav tam, 109. točka obrazložitve. 
120 Sodba C-511/18 (La Quadrature du Net in drugi) z dne 6. 10. 2020. 
121 Prav tam, 168. točka obrazložitve. 
122 Prav tam. 
123 Prav tam. 
124 Prav tam, 136. točka obrazložitve. 
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2.3.2.3.3. Sodna praksa USRS 
USRS se je v zadevi Up-106/05-27125 soočilo z vprašanjem o dovoljenosti ravnanja policije, ko je ta 
v predkazenskem postopku brez sodne odredbe pridobila podatke iz zasežene telefonske naprave.126 
USRS ob sklicevanju na zadevo Malone proti Združenemu kraljestvu poudari, da je treba prometne 
podatke šteti za »sestavni del komunikacije«.127 Invazivnost ukrepa seznanitve z vsebino 
komunikacije tu USRS izenači z ukrepom pridobitve podatkov, povezanih s telefonskim 
pogovorom, zato tudi slednje označi kot poseg v komunikacijsko zasebnost.128 Po ugotovitvi, da 
omenjen poseg ni bil predhodno odobren s strani sodišča, USRS sprejme odločitev, da je sporni 
ukrep predstavljal kršitev 37. člena URS.129 Odločitev je pomembna zato, ker je področje varstva 
37. člena URS razširila na prometne podatke in posledično preprečila njihovo pridobivanje brez 
sodne odredbe. 
 
Čeprav se na prvi pogled zdi, da USRS enači invazivnost posega v vsebino komunikacije s 
pridobivanjem prometnih podatkov, po analizi zadeve Up-540/11130 pridemo do drugačne 
ugotovitve. Tu namreč USRS glede varstva prometnih podatkov naredi korak nazaj. USRS zavrne 
ustavno pritožbo, v kateri je pritožnik zatrjeval, da je pridobitev podatka o dinamičnem IP-naslovu, 
glede katerega je po njegovih navedbah utemeljeno pričakoval zasebnost, predstavljala kršitev 37. 
člena URS.131 USRS potrdi, da so poleg vsebine komunikacije varovana tudi dejstva in okoliščine, 
povezane s komunikacijo, ter da je zanje potrebna pridobitev sodne odredbe.132 Pri presoji, ali gre v 
navedenem primeru za poseg v komunikacijsko zasebnost, USRS uporabi test razumno pričakovane 
zasebnosti na IP-naslovu.133 USRS presodi, da je pritožnik na IP-naslovu zares pričakoval 
zasebnost, vendar tega pričakovanja ni mogoče označiti kot družbeno utemeljenega, saj ni mogoče 
ugotoviti, da bi pritožnik skušal na kakršenkoli način omejiti javnosti dostop do IP-naslova.134 
USRS zaključi, da ukrep ne predstavlja posega v 37. člen URS, posledično pa sodna odredba ni 
potrebna. Pritožnik je zatrjeval, da tudi pridobitev podatkov o identiteti uporabnika določenega IP-
naslova predstavlja poseg v 37. člen URS, zato je zanj potrebna sodna odredba.135 USRS te očitke 
označi za neutemeljene z obrazložitvijo, da se je posameznik sam izpostavil javnosti, zato sodna 
                                                 
125 Odločba USRS Up-106/05-27 z dne 2. 10. 2008. 
126 Prav tam, 6.točka obrazložitve. 
127 Prav tam, 8. točka obrazložitve. 
128 Prav tam. 
129 Prav tam, 10. točka obrazložitve. 
130 Odločba USRS Up-540/11 z dne 13. 2. 2014. 
131 Prav tam, 8. točka obrazložitve. 
132 Prav tam, 11–14. točka obrazložitve. 
133 Prav tam. 
134 Prav tam. 
135 Prav tam, 16.–18. točka obrazložitve. 
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odredba za identifikacijo uporabnika ni potrebna, saj njegovo pričakovanje zasebnosti ni bilo 
utemeljeno.136 
 
USRS je presojalo tudi očitke glede vsebine datotek, najdenih na pritožnikovem računalniku, kjer 
poudari, da je policija za to imela sodno odredbo za hišno preiskavo, iz katere je izhajal jasen 
namen o zasegu elektronskih nosilcev podatkov.137 Sodna odredba za hišno preiskavo je, po mnenju 
USRS, zadoščala za pridobitev vsebine datotek na elektronskih napravah.138  
 
Zadeva je šla v presojo na ESČP, ki pa je sprejelo povsem diametralno odločitev od USRS in se 
postavilo v bran odklonilnim ločenim mnenjem, ki sta ju podali sodnici dr. Dunja Jadek Pensa in dr. 
Jadranka Sovdat.139 Skupni imenovalec obeh mnenj je, da razkrit dinamični IP-naslov posamezniku 
še ne odvzame utemeljenega pričakovanja o njegovi identiteti. Sodnica dr. Jadranka Sovdat je 
poudarila, da takšna odločitev USRS daje napačno sporočilo, kot da je pravno varstvo prometnih 
podatkov pravzaprav vezano na pravno varstvo vsebine komunikacije, češ da prometni podatki ne 
uživajo samostojnega pravnega varstva, temveč zgolj podrejeno in v kombinaciji z varstvom 
vsebine te komunikacije.140 
 
V zadevi U-I-65/13141 je USRS sledilo odločitvi Digital Rights SEU glede neselektivne in splošne 
hrambe prometnih podatkov »na zalogo« in tako pričakovano razveljavilo 162.–169. člen ZEKom-
1. USRS poudari, da je s tem zakonodajalec nesorazmerno posegal v informacijsko zasebnost, ki 
zagotavlja varstvo osebnih podatkov in zaradi nevednosti o zbiranju prometnih podatkov, prisotne 
pri ljudeh, povzročilo »občutek stalnega nadzora«.142 Ukrep neselektivne hrambe je USRS presojalo 
s testom stroge sorazmernosti in ugotovilo, da ta ne prestane kriterija nujnosti, saj hramba ni bila 
omejena na ravnanja tistih oseb, ki predstavljajo nevarnost za izvršitev kaznivega dejanja, niti 
zamejena na določeno geografsko območje in časovno obdobje. Odločba je pomembna, ker doda 
pravno podlago, saj hrambo prometnih podatkov opredeli kot poseg v informacijsko zasebnost iz 
38. člena URS, a se z vprašanjem, ali hramba pri operaterjih predstavlja tudi poseg v 
komunikacijsko zasebnost iz 37. člena URS, ne ukvarja.143 Tako se USRS do trditve informativnega 
                                                 
136 Prav tam. 
137 Prav tam, 19.–21. točka obrazložitve. 
138 Prav tam. 
139 Glej zgoraj opisano sodbo ESČP Benedik proti Sloveniji. 
140 Odklonilno ločeno mnenje sodnice dr. Jadranke Sovdat k odločbi št. Up-540/11 z dne 13. 2. 2014. 
141 Odločba USRS U-I-65/13 z dne 3. 7. 2014. 
142 Prav tam, 25. točka obrazložitve. 
143 P. Gorkič, Hramba in obdelovanje prometnih podatkov za namene kazenskega postopka po razveljavitvi ZEKom-1, 
v: Pravna praksa, št. 33 (2014), str. 6.–10. 
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pooblaščenca, ko v Zahtevi za oceno ustavnosti in zakonitosti144 navaja, da že sama obvezna 
hramba prometnih podatkov pomeni poseg v 37. člen, ni opredelilo.  
 
2.4.  Omejitve pravice do komunikacijske zasebnosti po določbah EKČP 
Pogoje za dopustnost posegov v komunikacijsko zasebnost ureja EKČP v 2. odstavku 8. člena, 
skladno s katerim je treba preveriti, ali so bili posegi v skladu s pravom in nujni v demokratični 
družbi zaradi državne varnosti, javne varnosti ali ekonomske blaginje države.145 Poseg javne oblasti 
v posameznikovo pravico do zasebnosti je upravičen zgolj takrat, ko poseg sledi enemu izmed treh 
določenih ciljev: 1. preprečitev nereda in zločina, 2. varovanje zdravja ali morale, 3. varovanje 
pravic in svoboščin drugih ljudi.146 V zadevi Golder proti Združenemu kraljestvu147 je ESČP 
izrecno zapisalo, da mora javna oblast zasledovati enega izmed treh določenih ciljev in tako 
potrdilo mnenje teorije o omejenem številu legitimnih ciljev.148  
 
Varovanje zdravja kot legitimen cilj za poseg v zasebnost ima dve obliki: varovanje javnega zdravja 
ter varovanje zdravja posameznika.149 Kljub temu da je sodna praksa na področju varovanja zdravja 
kot legitimnega cilja za poseg v zasebnost izjemno skopa, teorija in sodna praksa zastopata stališče, 
da je treba pojem zdravja razlagati široko.150  
 
2.5.  Omejitve pravice do komunikacijske zasebnosti po določbah URS  
Pravica do komunikacijske zasebnosti ne spada pod absolutne pravice, saj jo je mogoče omejiti 
zaradi varstva pravic in koristi drugih ljudi.151 Pogoji za dopustost posegov v komunikacijsko 
zasebnost so določeni v 2. odstavku 37. člena URS.152 Omejitev komunikacijske zasebnosti je, 
upoštevajoč strogo ustavno normo, upravičena le takrat, ko je dovolj specifično urejena v zakonu, 
če je to nujno za uvedbo ali potek kazenskega postopka ali za varnost države.153 Poleg tega mora 
biti poseg ex ante za določen čas odobren s strani sodišča.154 Ena izmed odločitev, ki podrobno 
analizira posamezne pogoje za dopustnost posegov in zariše ustavne okvirje prikritih preiskovalnih 
                                                 
144 Zahteva za oceno ustavnosti in zakonitosti Informacijskega pooblaščenca URL: https://www.ip-
rs.si/fileadmin/user_upload/Pdf/ocene_ustavnosti/ZEKom_-_Zahteva_za_oceno_ustavnosti__data_retention_.pdf (12. 
1. 2021). 
145 I. Vuksanović, Nekateri aktualni problemi komunikacijske zasebnosti, v: Pravna praksa, št. 33 (2007), str. 22. 
146 R. Lampe, PRAVO ČLOVEKOVIH PRAVIC (2010), str. 312. 
147 Sodba ESČP Golder proti Združenemu kraljestvu z dne 21. 2. 1975. 
148 R. Lampe, PRAVO ČLOVEKOVIH PRAVIC (2010), str. 312. 
149 Prav tam, str. 314. 
150 Prav tam. 
151 Odločba VSRS I Ips 46/2011 z dne 6. 10. 2011, 7. točka obrazložitve. 
152 G. Klemenčič, v: F. Arhar idr., KOMENTAR USTAVE REPUBLIKE SLOVENIJE (2002), str. 393. 
153 I. Vuksanović, Nekateri aktualni problemi komunikacijske zasebnosti, v: Pravna praksa, 33 (2007), str. 22. 
154 G. Klemenčič, v: F. Arhar idr., KOMENTAR USTAVE REPUBLIKE SLOVENIJE (2002), str. 399. 
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ukrepov, je gotovo odločba USRS št. U-I-25/95,155 s katero je razveljavilo 150.–156. člen Zakona o 
kazenskem postopku (v nadaljevanju: ZKP)156.157 USRS poudari, da zgolj gola zakonska ureditev 
posegov v komunikacijsko zasebnost ne zadosti ustavnopravnemu pogoju, saj mora zakon poseg 
urediti določno in nedvoumno.158 Pomen zakonske določnosti je USRS že izpostavilo v odločbi U-
I-18/93,159 ko zapiše, da je določnost zakona (lex certa) praprvina pravne države (2. člen URS) ter 
da se s tem prepreči možnost arbitrarnega odločanja državnega organa.160 Nadalje opozori, da se pri 
odločanju v kazenskem postopku zahteva izrazito restriktivna razlaga zakona, saj je »zahteva po 
zakonski določnosti toliko bolj poudarjena, kolikor je sporni predmet v kakem sporu višje 
zastavljen«.161 Meja med dovoljenim in prepovedanim mora biti jasna, nedvoumna in določna, saj 
se le tako lahko prepreči arbitrarno poseganje v človekove pravice in zagotovi učinkovitost kavtele 
pred arbitrarno uporabo zakona.162   
 
Zahteva po predhodni odločbi sodišča zagotavlja učinkovit nadzor sodišča nad poseganjem 
izvršilne veje oblasti v posameznikove pravice in zagotavlja spoštovanje pravice do enakega 
varstva pravic, pravico do sodnega varstva ter pravico do pravnih jamstev.163 Sodišče, kot 
samostojen in neodvisen organ sodne veje oblasti, z izdajo sodne odločbe v konkretni zadevi jamči 
pred neutemeljenimi in nezakonitimi posegi v človekovo pravico do zasebnosti.164   
 
Namen kriterija »nujnosti« je, po mnenju USRS, vključitev načela sorazmernosti pri uzakonitvi 
pogojev za poseg v komunikacijsko zasebnost, ki nam omogoča presojo, ali želenega cilja ni 
mogoče doseči z drugimi, blažjimi sredstvi.165 Ena izmed pomembnih sodnih odločb, ki poudari 
pomen načela sorazmernosti v ožjem smislu pri uzakonitvi policijskih pooblastil, je odločba USRS 
št. U-I-272/98,166 ko je sodišče presojalo 49. člen Zakona o policiji (v nadaljevanju: ZPol)167, ki je 
urejal prikrite preiskovalne ukrepe policije.168 USRS je zapisalo, da je zakonska ureditev preširoka, 
saj zajema uporabo prikritih preiskovalnih ukrepov v primeru kaznivih dejanj, ki se preganjajo po 
                                                 
155 Odločba USRS U-I-25/95 z dne 27. 11. 1997. 
156 Zakon o kazenskem postopku (ZKP), Uradni list RS, št. 32/12 – uradno prečiščeno besedilo, 47/13, 87/14, 8/16 – 
odl. US, 64/16 – odl. US, 65/16 – odl. US, 66/17 – ORZKP153,154, 22/19, 55/20 – odl. US, 89/20 – odl. US, 191/20 – 
odl. US in 200/20. 
157 I. Vuksanović, Nekateri aktualni problemi komunikacijske zasebnosti, v: Pravna praksa, 33 (2007), str. 22. 
158 Odločba USRS U-I-25/95 z dne 27. 11. 1997, 42. točka obrazložitve. 
159 Odločba USRS U-I- 18/93 z dne 11. 4. 1996. 
160 Prav tam, 37. točka obrazložitve. 
161 Prav tam, 38. točka obrazložitve. 
162 Odločba USRS U-I-272/98 z dne 8. 5. 2003, 27. točka obrazložitve. 
163 Odločba USRS U-I-25/95 z dne 27. 11. 1997, 45. točka obrazložitve. 
164 Pritrdilno ločeno mnenje sodnika dr. Cirila Ribičiča v zadevi U-I-272/98 z dne 8. 5. 2003. 
165 Odločba USRS U-I-25/95 z dne 27. 11. 1997, 47. točka obrazložitve. 
166 Odločba USRS U-I-272/98 z dne 8. 5. 2003. 
167 Zakon o policiji (ZPol), Uradni list RS, št. 66/09 – uradno prečiščeno besedilo, 22/10, 26/11 – odl. US, 58/11 – 
ZDT-1, 40/12 – ZUJF, 96/12 – ZPIZ-2, 15/13 – ZNPPol in 15/13 – ZODPol. 
168 Odločba USRS U-I-272/98 z dne 8. 5. 2003. 
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uradni dolžnosti, pod to »omejitev« pa spada kar 516 kaznivih dejanj.169 Ukrepi, da zadostijo načelu 
sorazmernosti, morajo biti opredeljeni tako, da je pri posameznem ukrepu jasno določena resnost 
posega v ustavne pravice ter morajo biti sposobni naknadne presoje z zakonsko določenimi 
omejitvami.170  
 
2.6.  Razmerje med 2. odstavkom 8. člena EKČP in 2. odstavkom 37. člena URS; s 
poudarkom na kvaliteti varstva komunikacijske zasebnosti 
Pri ustavnosodni presoji utemeljenosti posegov v komunikacijsko zasebnost je treba imeti v mislih 
znano načelo iz odločbe USRS U-I-25/95, ki določa, da je prepovedan vsak poseg, razen tistih, ki 
so izrecno dovoljeni.171 Iz teorije izhaja jasno stališče, da URS določa strožje pogoje za poseg v 
komunikacijsko zasebnost kot EKČP.172 URS v 37. členu prinaša nekatera jamstva, ki v 8. členu 
EKČP niso vedno v ospredju; če URS za vsak poseg v komunikacijsko zasebnost zahteva 
predhodno sodno odločbo, tega ni mogoče trditi za posege v 8. člen EKČP.173  
 
Legitimni cilji po 2. odstavku 8. člena EKČP obsegajo razloge nacionalne varnosti, gospodarske 
blaginje države, preprečevanje neredov, preprečevanje kaznivih dejanj, varovanje zdravja in morale 
ter varstvo svoboščin in pravic drugih.174 Legitimni cilji za poseg v komunikacijsko zasebnost po 
37. členu URS so ožji, saj se poseg lahko utemelji zgolj na podlagi uvedbe ali teka kazenskega 
postopka ali varnosti države.  
 
S pojmom »varnost države« se je USRS ukvarjalo v zadevi U-I-40/12175. Pri iskanju odgovora je 
primerjalo legitimne cilje za omejitev komunikacijske zasebnosti iz 2. odstavka 8. člena EKČP ter 
2. odstavka 37. člena URS. USRS zapiše, da je ustavodajalec z opredelitvijo legitimnih ciljev v 2. 
odstavku 37. člena zamejil možnost poseganja v to pravico.176 Če ustavodajalec tega ne bi storil, bi 
posege v komunikacijsko zasebnost še vedno lahko utemeljili na podlagi splošno določenih pogojev 
za omejevanje pravic.177 Z zožanjem ciljev na situacije, ko je to nujno za uvedbo ali potek 
                                                 
169 Prav tam, 32. točka obrazložitve. 
170 Odločba USRS U-I-272/98 z dne 8. 5. 2003, 36. točka obrazložitve. 
171 G.Klemenčič, v: F. Arhar idr., KOMENTAR USTAVE REPUBLIKE SLOVENIJE (2002), str. 380. 
172 A. Teršek, Ustavnopravna analiza razmerja med 35. in 37. členom Ustave RS, s posebnim poudarkom na problemu 
posegov policije v pravico do zasebnosti z uporabo tajnih metod in sredstev, URL: https://www.ip-
rs.si/fileadmin/user_upload/Pdf/novice/Ustavnopravna_analiza_p_do_zasebnosti-Tersek.PDF (2. 12. 2020). 
173 Odločba USRS Up-540/11 z dne 13. 2. 2014, 10. točka obrazložitve. 
174 2. odstavek 8. člena EKČP. 
175 Odločba USRS U-I-40/12 z dne 11. 4. 2013. 
176 Prav tam, 27. točka obrazložitve. 
177 Prav tam. 
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kazenskega postopka ali za varnost države, je zakonodajalcu onemogočil določitev drugačnih ciljev, 
na primer tistih, določenih v 2. odstavku 8. člena EKČP.178  
 
Odločba je za razumevanje legitimnega cilja pomembna, saj tu USRS razširi legitimen cilj »varnost 
države« tako, da poleg državne varnosti zajema tudi javno varnost.179 Zapiše, da je treba izjeme 
razlagati restriktivno, vendar je »treba pri njihovi razlagi upoštevati tudi njihovo vsebino in njihov 
namen«.180 Namen določitve legitimnih ciljev za omejitev komunikacijske pravice je pravzaprav 
varstvo ustavnih dobrin ali varstvo človekovih pravic.181  
 
Postavlja se vprašanje: Ali pojem javna varnost zajema tudi varovanje zdravja (drugih), saj je 
vendarle varovanje zdravja (še posebej poudarjeno v času epidemije) gotovo visoko varovana tako 
posameznikova kot tudi družbena dobrina? In posledično, ali lahko varovanje zdravja predstavlja 
legitimen cilj za omejitev komunikacijske zasebnosti iz 37. člena URS? 
 
Pri iskanju odgovora je treba najprej razumeti legitimen cilj varovanje zdravja, kot ga opredeljuje 
EKČP. EKČP je glede legitimnih ciljev, ki opravičujejo poseg v komunikacijsko zasebnost, širša od 
URS, saj med legitimnimi cilji izrecno omenja varovanje zdravja. ESČP se je prav glede varovanja 
zdravja kot legitimnega cilja za poseg v posameznikove človekove pravice soočalo v zadevi Enhorn 
proti Švedski.182 Pritožnik, ki je bil zaradi nalezljive bolezni aids prisilno hospitaliziran, je zatrjeval, 
da mu je kršena pravica do svobode, saj ukrep ni zadostil načelu sorazmernosti iz točke e 1. 
odstavka 5. člena EKČP.183 ESČP je zapisalo, da je bistven element pri presoji pojma zakonitosti iz 
1. odstavka 5. člena EKČP odsotnost samovolje in upoštevanje načela sorazmernosti.184 Med merila 
za obstoj zakonitosti odvzema prostosti je uvrstilo stopnjo nevarnosti nalezljive bolezni za javno 
zdravje ali varnost ter spoštovanje načela sorazmernosti v ožjem smislu (ali je pridržanje res skrajno 
sredstvo, da se prepreči širjenje nalezljive bolezni).185 ESČP zaključi, da kljub nespornemu dejstvu, 
da virus HIV predstavlja nevarnost za javno zdravje in varnost, eno leto in pol trajajoča prisilna 
izolacija ni zadnja možnost, ki bi preprečila širjenje virusa.186 Po mnenju sodišča švedske oblasti 
                                                 
178 Prav tam. 
179 Prav tam, 28. točka obrazložitve. 
180 Prav tam. 
181 Prav tam. 
182 Sodba ESČP Enhorn proti Švedski z dne 25. 1. 2005. 
183 Prav tam, 31. točka obrazložitve. 
184 Prav tam, 36. točka obrazložitve. 
185 Prav tam, 43. točka obrazložitve. 
186 Prav tam, 55. točka obrazložitve. 
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niso uspele zagotoviti pravičnega ravnotežja med varovanjem javnega zdravja in pritožnikovo 
pravico do svobode.187  
 
Omenjena zadeva se nanaša zgolj na posameznika, ki mu je bila odvzeta osebna svoboda. Odvzema 
osebne svobode ni mogoče enačiti z omejitvijo komunikacijske zasebnosti, niti ni mogoče enačiti 
omejitev pravice posamezniku ali celotni družbi.Vendarle pa je mogoče uporabiti merila, ki jih je 
ESČP uporabilo v zadevi Enhron proti Švedski. Današnja izredna situacija, ki predstavlja 
nedvomno resno nevarnost javnemu zdravju, gotovo izpolnjuje prvo merilo. Vprašanje pa je, ali 
resna nevarnost, ki preti javnemu zdravju, opraviči vsesplošno poseganje v pravico do 
komunikacijske zasebnosti.188  
 
Kot dokazuje zadeva U-I-127/01189, je USRS že dalo prednost varovanju javnega zdravja (obvezno 
cepljenje) pred posameznikovo pravico do odločanja o samemu sebi (35. člen URS) ter pravico do 
prostovoljnega zdravljenja (3. odstavek 51. člena URS).190 Zakonodajalec je z uzakonitvijo 
obveznega cepljenja želel preprečiti širjenje nalezljivih bolezni. USRS je ustavnost posega 
obveznega cepljenja preverilo skozi prizmo načela stroge sorazmernosti in ocenilo, da ima obvezno 
cepljenje za zdravje ljudi več pozitivnih posledic kot negativnih, saj se te po cepljenju pojavijo le 
izjemoma.191 Kljub temu je USRS odločilo, da je Zakon o nalezljivih boleznih (v nadaljevanju: 
ZNB)192 v neskladju z URS, saj vsebuje pravno praznino glede odškodninske odgovornosti države 
za škodo posameznika, nastalo zaradi cepljenja.193 
 
Odločba predstavlja primer vsesplošne omejitve pravic ljudi z namenom zagotavljanja javnega 
zdravja ter preprečevanja širjenja nalezljive bolezni. Tudi USRS je uporabilo podobna merila kot 
ESČP, in sicer stopnjo nevarnosti nalezljive bolezni ter upoštevanje načela sorazmernosti. S 
pomočjo opisanih sodb ugotovimo, da varovanje javnega zdravja lahko predstavlja legitimen poseg 
v posameznikove pravice, ampak je treba upoštevati navedena merila. Vendar ali lahko varovanje 
javnega zdravja uvrstimo pod pojem javne varnosti in tako zaradi varovanja zdravja omejimo strogo 
varovano komunikacijsko zasebnost?  
 
                                                 
187 Prav tam. 
188 S tem vprašanjem se magistrsko diplomsko delo sooča v podpoglavju 3.1.2.2. 
189 Odločba USRS U-I-127/01 z dne 12. 2. 2004. 
190 Prav tam. 
191 Prav tam, 21. točka obrazložitve. 
192 Zakon o nalezljivih boleznih (ZNB), Uradni list RS, št. 33/06 – uradno prečiščeno besedilo, 49/20 – 
ZIUZEOP, 142/20, 175/20 – ZIUOPDVE in 15/21 – ZDUOP. 
193 Odločba USRS U-I-127/01 z dne 12. 2. 2004, 27. točka obrazložitve. 
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Pojem javne varnosti teorija opredeljuje kot »stanje v družbi, v katerem sicer prihaja do nasilja in 
protipravnega vedenja, pri čemer si država in njeni organi oblasti prizadevajo, da tako ravnanje in 
vedenje zakonito preprečujejo in ga omejujejo na najmanjšo možno mero«.194 Pojem javna varnost 
se uporablja tudi v državnem pravu, in sicer »v obliki generalnih (policijskih) klavzul, ki služijo kot 
ustavna in zakonska podlaga ukrepanju državnih organov, ko je to nujno in neogibno potrebno za 
preprečitev ali obvladovanje pojavov, ki odstopajo od "normalnih razmer" in jih z zakonom ni moč 
predvideti«.195 Na to definicijo se je sklicevalo tudi VSRS v zadevi I Ips 48/2006196 in poudarilo, da 
gre za širok pojem, saj poleg policijsko-varnostne dejavnosti zajema tudi druga področja 
varnosti.197 Med druga področja varnosti spada npr. zdravstveno varstvo, varstvo pred naravnimi in 
tehnološkimi nesrečami, za katera so pristojni različni organi.198 Poleg tega iz Resolucije o strategiji 
nacionalne varnosti Republike Slovenije (v nadaljevanju: Resolucija)199 izhaja, da nacionalne 
interese delimo na življenjske in strateške. Med slednje spada tudi spoštovanje človekovih pravic in 
temeljnih svoboščin, zaščita življenja in visoka stopnja vseh oblik varnosti prebivalcev. Nadalje, 
med tveganja in grožnje, ki izhajajo iz mednarodno varnostnega okolja, Resolucija uvršča tudi 
zdravstveno-epidemiološke grožnje ter poudarja, da epidemije in nalezljive bolezni lahko ogrožajo 
nemoteno delovanje vitalnih funkcij države in družbe.200 
 
Zaključek povedanega je naslednji: Tako EKČP kot URS urejata izjeme, ki upravičujejo poseg v 
komunikacijsko zasebnost. Iz sodne prakse in teorije nedvomno izhaja, da je obseg varstva 
komunikacijske zasebnosti višji pri URS, saj ta brez izjeme vsak poseg še dodatno omejuje s 
predhodno pridobljeno sodno odločbo.201 Tudi glede legitimnih ciljev je URS bistveno striktnejša 
od EKČP. Slednja namreč kot pogoje upravičenosti za poseg v komunikacijsko zasebnost določa 
naslednje legitimne cilje: »preprečitev nereda ali kaznivega dejanja, varovanje zdravja ali morale, 
zavarovanje pravic ali svoboščin drugih ljudi«. Poleg legitimnih ciljev mora poseg biti »nujen v 
demokratični družbi zaradi varovanja državne varnosti, javne varnosti ali ekonomske blaginje 
države«. URS v primerjavi z EKČP določa zgolj »nujnost za uvedbo ali potek kazenskega postopka 
ali varnost države«. Lampe na tem mestu URS očita nejasnost, saj iz same dikcije namreč ni 
mogoče ugotoviti, ali URS s tem opisuje legitimne cilje ali splošni kriterij, v skladu s katerim bo 
nek legitimen cilj tudi upravičen.202 V nadaljevanju zapiše, da URS pravzaprav legitimnih ciljev za 
                                                 
194 B. Kečanović idr.: POLICIJSKO PRAVO IN POOBLASTILA, SPLOŠNI DEL, (2006), str. 96. 
195 Odločba USRS U-I-127/01 z dne 12. 2. 2004, 97. točka obrazložitve. 
196 Sodba VSRS I Ips 48/2006 z dne 30. 11. 2006. 
197 Prav tam. 
198 B. Kečanović idr.: POLICIJSKO PRAVO IN POOBLASTILA: SPLOŠNI DEL, (2006), str. 97. 
199 Resolucija o strategiji nacionalne varnosti Republike Slovenije, Uradni list RS, št. 59/19. 
200 Prav tam, tč. 4.15. 
201 R. Lampe, SISTEM PRAVICE DO ZASEBNOSTI, (2004), str. 473. 
202 Prav tam, str. 474. 
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poseg v komunikacijsko zasebnost sploh ne omenja, ampak to nalogo opravlja 2. odstavek 8. člena 
EKČP. V kolikor to drži, je nesporno, da kot legitimen cilj za poseg v komunikacijsko zasebnost 
uvrstimo tudi (upoštevajoč jasno dikcijo 2. odstavka 8. člena EKČP) varovanje zdravja. 
 
Epidemijo koronavirusa bi poleg tega lahko nedvomno opredelili kot »pojav, ki odstopa od 
normalnih razmer, ki jih z zakonom ni moč predvideti«, posledično legitimni cilj javne varnosti 
lahko zajema tudi varovanje zdravja. To trditev je mogoče podkrepiti, prvič, z doktrino policijskega 
prava, ki določa, da se področje javne varnosti nanaša tudi zdravstveno varstvo, ter drugič, na 
podlagi Resolucije, saj ta zdravstveno-epidemiološke grožnje izrecno uvršča med dejavnike 
tveganja za nemoteno delovanje države in družbe. Nenazadnje je tudi USRS v zvezi z legitimnimi 
cilji kot izjemami za poseg v komunikacijsko zasebnost zapisalo, da je »treba pri njihovi razlagi 
upoštevati tudi njihovo vsebino in njihov namen«.203 Namen omejitve komunikacijske zasebnosti je 
namreč prav v varovanju javnega zdravja kot pomembne dobrine ter varovanje vsakega 
posameznika pred okužbo. 
  
                                                 
203 Glej sodbo USRS U-I-40/12 z dne 11. 4. 2013, 28. točka obrazložitve. 
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3. Pridobivanje podatkov o komunikacijskem prometu z namenom varovanja zdravja 
3.1. (Varnostna) policijska pooblastila za zbiranje podatkov o komunikacijskem prometu 
Policijska pooblastila so v najširšem smislu z zakonom predpisani ukrepi, ki policiji omogočajo 
opravljati svojo funkcijo.204 V ožjem pomenu »so policijska pooblastila pravice in dolžnosti 
policistov, da v primerih, določenih z zakonom, in na način, ki je določen z zakonom in s 
podzakonskimi predpisi, izvajajo proti osebam določene ukrepe«.205 Policija brez posebnih pravic in 
upravičenj, ki izvirajo iz pooblastil, ne bi mogla učinkovito in uspešno opravljati svoje funkcije.206 
Konkretno policijsko pooblastilo se lahko uporabi zgolj v primerih, ki so določeni z zakonom in 
zgolj na način, ki je določen z zakonom. Uporabiti je treba tisto pooblastilo, ki predstavlja najblažje 
prisilno sredstvo, z uporabo katerega lahko policist še učinkovito in uspešno opravi nalogo z 
najmanjšimi škodljivimi posledicami.207 
 
Policijska pooblastila lahko razdelimo glede na naloge, ki jih opravlja policija.208 V 1. členu Zakona 
o nalogah in pooblastilih policije (v nadaljevanju: ZNPPol)209 so določene temeljne naloge, ki jih 
opravlja policija. Policiji so podeljena tovrstna pooblastila z namenom zagotavljanja varnosti 
posameznikom in skupnosti, spoštovanja človekovih pravic in temeljnih svoboščin ter krepitve 
pravne države.210 Tem pooblastilom pravimo splošna ali varnostna pooblastila, s katerimi policija 
zagotavlja varnost celotni skupnosti.211 V skladu s 3. odstavkom 1. člena ZNPPol je policija dolžna 
preprečevati in odpravljati nevarnosti, ki pretijo varnosti ljudi, človekovim pravicam ter pravni 
državi. Slednjim pravimo posebna oziroma procesna policijska pooblastila, med katere spada zlasti 
pridobivanje dokazov v kazenskem in prekrškovnem postopku.212 
 
Trije osnovni pooblastilni zakonski akti, ki uzakonjajo večino policijskih pooblastil, so ZNPPol, 
ZKP ter Zakon o prekrških (ZP-1)213.214 Osredotočila se bom predvsem na ZNPPol, saj je ZKP 
pravna podlaga predvsem tistim pooblastilom, ki spadajo med posebna oziroma procesna policijska 
pooblastila, ZP-1 pa uzakonja tista pooblastila, ki jih izvaja v prekrškovnih postopkih.  
                                                 
204 M. Žaberl, TEMELJI POLICIJSKIH POOBLASTIL (2006), str. 23. 
205 Prav tam. 
206 Prav tam. 
207 Sodba VSM, I Cp 238/2015 z dne 2. 6. 2015, 13. točka obrazložitve. 
208 M. Žaberl, TEMELJI POLICIJSKIH POOBLASTIL (2006), str. 24. 
209 Zakon o nalogah in pooblastilih policije (ZNPPol), Uradni list RS, št. 15/13, 23/15 – popr., 10/17, 46/19 – odl. US 
in 47/19. 
210 2. odstavek 1. člena ZNPPol. 
211 M. Žaberl, TEMELJI POLICIJSKIH POOBLASTIL (2006), str. 25. 
212 Prav tam. 
213 Zakon o prekrških (ZP-1), Uradni list RS, št. 29/11 – uradno prečiščeno besedilo, 21/13, 111/13, 74/14 – odl. 
US, 92/14 – odl. US, 32/16, 15/17 – odl. US, 73/19 – odl. US in 175/20 – ZIUOPDVE in 5/21 – odl. US. 
214 M. Žaberl, TEMELJI POLICIJSKIH POOBLASTIL (2006), str. 26. 
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3.1.1. Zbiranje podatkov po 112. členu Zakona o nalogah in pooblastilih policije 
Prvi del 1. odstavka 112. člena ZNPPol določa naslednje: »Policisti zaradi opravljanja policijskih 
nalog zbirajo in obdelujejo osebne in druge podatke, vključno s podatki o biometričnih značilnostih 
oseb in podatki iz zaupnih razmerij oziroma poklicnih skrivnosti.« Na podlagi te določbe policija za 
opravljanje nalog med drugim lahko tudi obdeluje osebne podatke, vendar pa ta določba ne 
predstavlja pravne podlage za obdelavo osebnih podatkov.215 Omenjena določba ne predstavlja niti 
pravne podlage za izvajanje prikritih preiskovalnih ukrepov, saj se za te, zaradi njihove izjemne 
invazivnosti, zahteva posebno zakonsko ureditev.216 Policisti na podlagi tega pooblastila pa lahko 
zbirajo podatke o kaznivih dejanjih, prekrških in podatke, ki jih potrebujejo za opravljanje drugih 
varnostnih nalog.217 Podatke pridobijo s pomočjo oseb v postopku in evidenc (policijske evidence, 
uradne evidence drugih državnih organov, javnih knjig in drugih zbirk podatkov).218  
 
3.1.2. Pooblastila policije po 103. členu Zakona o interventnih ukrepih za zajezitev epidemije 
COVID-19 in omilitev njenih posledic za državljane in gospodarstvo (ZIUZEOP)219 
V skladu s 1. odstavkom 103. člena ZIUZEOP sme policija »za namen zajezitve in obvladovanje 
epidemije ter za zagotovitev spoštovanja ukrepov iz zakona, ki določa nalezljive bolezni ter 
predpisuje ukrepe za njihovo preprečevanje in obvladovanje, in iz odredb ali odlokov, sprejetih za 
zajezitev in obvladovanje epidemije,« uporabljati nekatera pooblastila iz ZNPPol. Pooblastila, 
določena v 1. odstavku 103. člena ZIUZEOP lahko razdelimo na splošna (vabljenje, opozarjanje, 
ukazovanje) in konkretna (iskanje oseb, prepoznava oseb po fotografijah, postavljanje cestne zapore 
z blokadnimi točkami, začasno omejevanje gibanja oseb ter privedba).220 Slednja so namenjena 
zagotavljanju izvajanja odločb in konkretnih aktov, izdanih na podlagi zakona, ki določa nalezljive 
bolezni ter predpisuje ukrepe za njihovo preprečevanje in obvladovanje.221 V 3. odstavku 103. člena 
ZIUZEOP je določeno, do katerih osebnih podatkov, ki jih pridobiva Nacionalni inštitut za javno 
zdravje (v nadaljevanju: NIJZ), je policistom omogočen dostop za izvajanje konkretnih 
pooblastil.222 Na podlagi 4. odstavka 103. člena ZIUZEOP je vladi naložena obveznost izdaje 
                                                 
215 Odločba USRS U-I- 152/17-13 z dne 6. 12. 2017. 
216 Sodba Upravnega sodišča I U 2749/2017-23 z dne 13. 5. 2020. 
217 I. Celestina, Kaj moramo vedeti o policijskih postopkih, URL: 
https://www.policija.si/images/stories/Publikacije/PDF/Kaj_moramo_vedeti_o_policijskih_postopkih_nova.pdf (25. 11. 
2020) 
218 Prav tam. 
219 Zakon o interventnih ukrepih za zajezitev epidemije COVID-19 in omilitev njenih posledic za državljane in 
gospodarstvo (ZIUZEOP), Uradni list RS, št. 49/20, 61/20, 152/20 – ZZUOOP in 175/20 – ZIUOPDVE. 
220 Predlog Zakona o interventnih ukrepih za zajezitev epidemije COVID-19 in omilitev njenih posledic za državljane in 
gospodarstvo, URL https://www.gov.si/assets/vlada/Seja-vlade-SZJ/2020/03-2020/tc_1.pdf str. 77 (30. 11. 2020) 
221 2.odstavek 103. člena ZIUZEUP. 
222 3.odstavek 103. člena ZIUZEOP. 
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protokola za izvajanje pooblastil. Tako je vlada 22. 4. 2020 sprejela Sklep o izmenjavi podatkov 
med Nacionalnim inštitutom za javno zdravje in Policijo.223 Policisti v primeru kršitve ukrepa, ki je 
bil uveljavljen z odlokom ali drugim aktom, pridobijo na podlagi 5. odstavka 103. člena ZIUZEOP 
posebno pooblastilo.224 Rok hrambe pridobljenih podatkov je urejen v 6. odstavku tega člena, ki 
določa trajanje hrambe, dokler trajajo ukrepi iz zakona, ki ureja nalezljive bolezni, vendar najdlje 
30 dni od razglasitve konca epidemije.225 Po poteku tega roka zakon nalaga izbris zbranih 
podatkov.226 
 
3.1.2.1. Nejasnosti, ki jih prinaša novo policijsko pooblastilo iz 1. odstavka 103. člena ZIUZEOP  
Opisana določba predstavlja kar nekaj negotovosti, na kar je opozorila že Zakonodajno-pravna 
služba Državnega zbora v pripombah iz mnenja z dne 30. 3. 2020 na osnovno besedilo predloga 
zakona.227 Ni jasno, ali določba novelira ZNB, zato ni jasno razmerje med 103. členom ZIUZEOP 
ter ZNB.228 Zakonodajno-pravna služba Državnega zbora opozarja na problem široke možnosti 
uporabe navedenih pooblastil, saj je njihova uporaba upravičena tako za obvladovanje epidemije 
kot za zagotavljanje ukrepov iz ZNB, kar lahko predstavlja poseg v načelo sorazmernosti.229 
Poudarja, da se s takšnim poseganjem okrni zaokroženost in skladnost pravne ureditve policijskih 
pooblastil in posledično se s kopiranjem pooblastil le po nepotrebnem podvaja že jasno ureditev iz 
ZNPPol, saj ta v 2. in 3. odstavku 1. člena na precej široko opredeli temeljne naloge in pooblastila 
policije.230 Pojavlja se torej vprašanje o smotrnosti naštevanja pooblastil v 103. členu ZIUZEOP, saj 
so ta identična tistim, naštetim v že prej veljavnem (in širšem) 33. členu ZNPPol.231  
 
V okvir problematike novega policijskega pooblastila je mogoče uvrstiti tudi 3. odstavek 103. člena 
ZIUZEOP, ki policiji, ob sklicevanju na 1. odstavek istega člena, omogoča dostop do osebnih 
podatkov (tudi osebnih podatkov posebnih vrst).232 Problem je, da je policiji s tem omogočen 
                                                 
223 Sklep o izmenjavi osebnih podatkov o odrejenih posebnih ukrepih osamitve, karantene in obveznega zdravljenja 
zaradi bolezni COVID-19 med Nacionalnim inštitutom za javno zdravje in Policijo (Uradni list RS, št. 56/20). 
224 Obrazložitev Zakona o interventnih ukrepih za zajezitev epidemije COVID-19 in omilitev 
njenih posledic za državljane in gospodarstvo (ZIUZEOP), Lexpera d.o.o., (2020). 
225 6. odstavek 103. člena ZIUZEOP. 
226 Prav tam. 
227 Obrazložitev Zakona o interventnih ukrepih za zajezitev epidemije COVID-19 in omilitev 
njenih posledic za državljane in gospodarstvo (ZIUZEOP), Lexpera d.o.o., (2020). 
228 Prav tam. 
229 Zapis 36. nujne seje Odbora za finance z dne 31. 3. 2020, URL: https://www.dz-
rs.si/wps/portal/Home/deloDZ/seje/evidenca?mandat=VIII&type=magdt&uid=EDE6EE56F31DB860C125853C0039F
A0B (1. 12. 2020) 
230 Prav tam. 
231 Obrazložitev Zakona o interventnih ukrepih za zajezitev epidemije COVID-19 in omilitev 
njenih posledic za državljane in gospodarstvo (ZIUZEOP), Lexpera d.o.o., (2020). 
232 Prav tam. 
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dostop do osebnih podatkov najširšega možnega kroga oseb, saj 1. odstavek 103. člena ZIUZEOP 
ni omejen na konkretna pooblastila.233 
 
Na podlagi 5. odstavka 103. člena ZIUZEOP ima policija novo pooblastilo, na podlagi katerega 
lahko v primeru ugotovitve kršitve ukrepa za preprečevanje in obvladovanje nalezljivih bolezni 
pristojnemu organu predlaga sprejem strožjega ukrepa.234 V Zakonodajno-pravni službi Državnega 
zbora menijo, da to pooblastilo predstavlja sporen ukrep, saj »policija ni pristojna za nadzor nad 
organi, ki jih v zvezi z nalezljivimi boleznimi določa Zakon o nalezljivih boleznih, in tudi ne nad 
izvrševanjem pravnih aktov, ki jih ti organi izdajajo, ter še zlasti, ker nima z zakonom 
vzpostavljenih nalog in s tem povezanih pristojnosti za presojo ustreznosti ukrepov, določenih 
oziroma odrejenih po Zakonu o nalezljivih boleznih«. Iz navedenih razlogov uporaba teh pooblastil 
vodi v kršitev ustavnega načela pravne države, načela delitve oblasti ter 120. člena URS, ki v 
splošnem zahteva vezanost uprave na ustavo in zakon ter zagotavlja delitev oblasti in medsebojno 
vzpostavljanje ravnotežij med tremi vejami oblasti.235  
 
3.1.2.2. Ali 1. odstavek 103. člena ZIUZEOP predstavlja pravno podlago za množično zbiranje 
prometnih podatkov z namenom varovanja zdravja? 
Iz predloga ZIUZEOP je izhajalo, da je tudi zbiranje in obdelava osebnih podatkov en izmed 
ukrepov, ki spadajo pod konkretna pooblastila, čeprav iz sprejetega in sedaj veljavnega 2. odstavka 
103. člena ZIUZEOP ne izhaja, da med konkretna pooblastila spada tudi ukrep zbiranje in 
obdelovanje osebnih podatkov iz 10. alineje 1. odstavka 103. člena ZIUZEOP.236 Postavlja se 
vprašanje, ali je policija, na podlagi 1. odstavka 103. člena ZIUZEOP, upravičena do generalnega 
pridobivanja (prometnih) podatkov posameznikov z namenom preprečevanja širjenja nalezljive 
bolezni COVID-19.  
 
Ukrep zbiranja in obdelovanja podatkov iz 10. alineje 1. odstavka 103. člena ZIUZEOP (kot splošni 
ukrep) vsebuje legitimen cilj varovanje zdravja kot enega izmed legitimnih ciljev za poseg v 
komunikacijsko zasebnost, ki jih predvideva 2. odstavek 8. člena EKČP. V kolikor so določbe URS 
strožje od določb EKČP, je treba, skladno s 5. odstavkom 15. člena Ustave, pri presoji upoštevati te 
strožje določbe URS. Kot že omenjeno v poglavju o legitimnih ciljih, je mogoče ugotoviti, da je 
                                                 
233 Prav tam. 
234 5. odstavek 103. člena ZIUZEOP. 
235 Obrazložitev Zakona o interventnih ukrepih za zajezitev epidemije COVID-19 in omilitev 
njenih posledic za državljane in gospodarstvo (ZIUZEOP), Lexpera d.o.o., (2020). 
236 Predlog Zakona o interventnih ukrepih za zajezitev epidemije COVID-19 in omilitev njenih posledic za državljane in 
gospodarstvo, URL: https://www.gov.si/assets/vlada/Seja-vlade-SZJ/2020/03-2020/tc_1.pdf, (1. 12. 2020) str. 77. 
 
 
 29  
treba pojem državna varnost interpretirati široko, da zajema tudi javno varnost in varovanje javnega 
zdravja. Očitno je namreč, da je namen tega ukrepa prav zajezitev in obvladovanje epidemije.237 
 
ZIUZEOP torej ureja (varnostno) policijsko pooblastilo. Zato se ga presoja strožje kot pooblastila 
obdelovanja osebnih podatkov pri izvajanju obveščevalne dejavnosti za namene nacionalne 
varnosti. Kljub temu nam za njihovo ovrednotenje lahko (kot minimalni standardi) služijo tudi 
merila, ki jih je ESČP oblikovalo v sodbah Szabo in Vissy proti Madžarski ter Beghal proti 
Združenemu kraljestvu.  
 
Primer Szabo in Vissy proti Madžarski nas opozarja na pomembnost človekovih pravic in 
svoboščin, v katere se posega z množičnim tajnim nadzorovanjem za namene zagotavljanja 
nacionalne varnosti.238 Pritožnika sta vložila ustavno pritožbo z utemeljitvijo, da sprememba zakona 
o policiji, ki daje protiteroristični delovni skupini pooblastilo za zbiranje obveščevalnih podatkov za 
nacionalno varnost, posega v njihovo ustavno zagotovljeno pravico do zasebnosti.239 Pritožnika sta 
zatrjevala, da določba, ki ureja pooblastila za tajni nadzor, povezan s preiskovanjem določenih 
kaznivih dejanj, določa višji standard zaščitnih ukrepov za varovanje pravice do zasebnosti kot pa 
zakonodaja o ukrepih tajnega nadzora za namene varovanja nacionalne varnosti.240 Uporaba 
pooblastil za preiskovanje kaznivih dejanj je mogoča zgolj za identifikacijo ali lociranje 
osumljencev in je vedno povezana z določenim kaznivim dejanjem, kar pa ne velja za ukrepe 
tajnega nadzora za varovanje nacionalne varnosti.241 Ukrepa se razlikujeta tudi po kvaliteti nadzora, 
saj je treba za pooblastila za preiskovanje kaznivih dejanj pridobiti sodno odredbo, medtem ko so 
ukrepi za varovanje nacionalne varnosti odobreni kar s strani ministra za pravosodje.242 Ker je 
madžarsko ustavno sodišče zavrglo njuno pritožbo, sta kasneje vložila tožbo na ESČP. Kljub temu 
da naloga ESČP načeloma ni v abstraktni presoji sodne prakse nacionalnih sodišč, temveč 
ugotavljanje, ali je bila posamezniku kršena pravica, zagotovljena z EKČP, je v omenjenem 
primeru sprejelo nasprotno stališče.243 Menilo je, da je zaradi posebnosti ukrepov tajnega nadzora in 
pomembnosti zagotavljanja učinkovitega nadzora nad izvajanjem status žrtve mogoče priznati tudi 
posamezniku, ki v določenih okoliščinah trdi, da je žrtev že zgolj z obstojem take zakonodaje, ki 
dopušča množični tajni nadzor, kljub temu da sam ni žrtev posameznega konkretnega ukrepa.244 
Čeprav EKČP ne vsebuje izrecne zahteve po predhodni sodni odločbi, je iz primera Szabo in Vissy 
                                                 
237 1. odstavek 103. člena ZIUZEOP. 
238 R. Lemut-Strle, Tajni nadzor le s sodno odredbo, v: Pravna praksa, 16–17 (2016), str. 32–34. 
239 Sodba ESČP Szabo in Vissy proti Madžarski z dne 6. 6. 2016, 13. točka obrazložitve. 
240 Prav tam. 
241 Prav tam. 
242 Prav tam. 
243 Prav tam, 32. točka obrazložitve. 
244 Prav tam, 13. točka obrazložitve. 
 
 
 30  
proti Madžarski mogoče razbrati, da je za preprečitev zlorabe oblasti priporočljivo, da se nadzor 
zaupa sodniku, saj se le tako zagotovi ustrezna jamstva za neodvisnost, nepristranskost in ustreznost 
postopka nadzora.245 Tudi v zvezi s tajnimi protiterorističnimi operacijami je treba zagotoviti 
ustrezna in učinkovita jamstva proti zlorabam državnih pooblastil za strateški nadzor.246 Pri tajnih 
protiterorističnih operacijah se oblastni organi prav tako zatekajo k množičnim nadzorom 
komunikacij, da se prepreči prihodnje napade.247 Po ustaljeni sodni praksi morajo države članice za 
preprečitev zlorabe oblasti zagotavljati v zakonu določene minimalne zaščitne ukrepe.248 
Opredeljena mora biti narava kaznivih dejanj, ki omogočajo opravljanje tajnega nadzora, jasno 
definiran krog ljudi, ki bi se jim lahko prisluškovalo, časovna omejitev telefonskega prisluškovanja, 
postopek za obdelovanje zbranih podatkov, varnostni ukrepi ob posredovanju podatkov drugim 
strankam in navedbo pogojev za izbris ali uničenje zbranih podatkov.249 
 
V zadevi Beghal proti Združenemu kraljestvu je ESČP presojalo protiteroristično zakonodajo, na 
podlagi katere je (bila) policija pooblaščena za zaustavitev, pregled in preiskovanje potnikov v 
pristaniščih, na letališčih ter mednarodnih železniških terminalih brez predhodnega dovoljenja ter 
brez predhodnega dokaznega standarda o vpletenosti v terorizem. Iz omenjenega primera je mogoče 
razbrati, da je sodišče pri presoji upravičenosti ukrepa upoštevalo naslednje dejavnike: geografski in 
časovni obseg pooblastil; diskrecijska pravica oblasti pri odločanju, ali in kdaj bodo izvajale 
pooblastila; ukrepi za zmanjševanje posledic izvajanja pooblastil; možnost sodnega nadzora nad 
izvrševanjem pooblastil; in vzpostavitev neodvisnega nadzora nad uporabo pooblastil.250  
 
Opisani zadevi sta za analizo policijskega pooblastila iz 103. člena ZIUZEOP pomembni predvsem 
zaradi določitve meril in dejavnikov, ki jih je treba upoštevati pri množičnem pridobivanju 
podatkov. Ob tem je treba ponovno poudariti, da gre v tem primeru za (varnostno) policijsko 
pooblastilo, zato je treba izhodišča iz opisanih zadev o obveščevalni dejavnosti presojati še 
nekoliko strožje. Pridobivanje prometnih podatkov skladno s 1. odstavkom 103. člena ZIUZEOP 
predstavlja policijsko pooblastilo, ki omogoča množično zbiranje (prometnih) podatkov ter ne 
zagotavlja minimalnih jamstev za preprečevanje zlorab. Prvič, policijsko pooblastilo ni omejeno na 
ožji, vsaj določljiv krog oseb, ampak zajema vse prebivalstvo. Drugič, pooblastilo ni časovno 
omejeno na trajanje epidemije, in tretjič, policijsko pooblastilo iz 1. odstavka 103. člena ZIUZEOP 
                                                 
245 Guide on Article 8 of the Convention- Right to respect for private and family life, str. 125, tč. 596, URL: 
https://www.echr.coe.int/documents/guide_art_8_eng.pdf (19. 11. 2020). 
246 Guide on Article 8 of the Convention- Right to respect for private and family life, str. 127, tč. 604, URL: 
https://www.echr.coe.int/documents/guide_art_8_eng.pdf (19. 11. 2020). 
247 Prav tam. 
248 Sodba ESČP Szabo in Vissy proti Madžarski z dne 6. 6. 2016, 56. točka obrazložitve. 
249 Prav tam. 
250 Sodba ESČP Beghal proti Združenemu kraljestvu z dne 28. 5. 2019. 
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ne dosega zahteve po jasni in določni pravni ureditvi policijskih pooblastil, niti ni mogoče razbrati 
zahteve po neodvisnem sodnem nadzoru, zato je mogoče sklepati le, da obstaja nevarnost 
arbitrarnega delovanja represivnega organa. 251  
 
Poleg tega je informacijska pooblaščenka ob seznanitvi s predlogom ZIUZEOP zapisala, da predlog 
razširja policijska pooblastila iz strogo določenih primerov iz ZNPPol na vse namene, ki so potrebni 
za zajezitev in obvladovanje epidemije in za zagotovitev spoštovanja ukrepov iz zakona, ki določa 
nalezljive bolezni ter predpisuje ukrepe za njihovo preprečevanje in obvladovanje ter drugih odredb 
in odlokov, sprejetih za zajezitev in obvladovanje epidemije COVID-19.252 Poudarja, da so nameni 
opredeljeni preširoko in ne zadostijo standardu določnosti in jasnosti, ker dikcija »namen zajezitve 
in obvladovanje epidemije COVID-19 in s tem v zvezi sprejetimi odredbami in odloki« odpira vrata 
za hude posege v temeljne človekove pravice.253 Tudi USRS poudarja, da načelo pravne države 
zahteva jasnost in določnost zakona, zato morajo biti posegi v človekove pravice in temeljne 
svoboščine urejeni nedovumno in določno, saj v primeru nejasnih določb obstaja verjetnost različne 
interpretacije določb, kar lahko vodi v arbitrarno odločanje državnih organov.254 
 
V primeru pridobivanja prometnih podatkov po 1. odstavku 103. členu ZIUZEOP bi bilo treba, 
upoštevajoč relevantno sodno prakso, zagotoviti primerno obliko sodnega nadzora. Četudi je 
varovanje zdravja eden izmed legitimnih ciljev za poseganje v komunikacijsko zasebnost, se 
ustreznim procesnim jamstvom ni mogoče izogniti. Šele s takšnim pristopom, ob upoštevanju 
aktualne sodne prakse in stališč ESČP, se bo mogoče izogniti ureditvi, ki bi omogočala vseobsežno 
in neomejeno zbiranje podatkov o komunikaciji z namenom varovanja (javnega) zdravja.255 Tako 





                                                 
251 Obrazložitev Zakona o interventnih ukrepih za zajezitev epidemije COVID-19 in omilitev 
njenih posledic za državljane in gospodarstvo (ZIUZEOP), Lexpera d.o.o., (2020). 
252 Mnenje informacijske pooblaščenke št. 007-13/2020 z dne 30. 3. 2020, URL: https://www.ip-
rs.si/fileadmin/user_upload/Pdf/pripombe/2020/DZ_interventni_zakon_MNENJE_30032020_koncno.pdf (1. 12. 2020). 
253 Prav tam. 
254 Odločba USRS U-I-28/16-27 z dne 12. 5. 2016, 14. točka obrazložitve. 
255 Sodba ESČP Kennedy proti Združenemu kraljestvu z dne 18. 5. 2010, 160. točka obrazložitve. 
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4. Ravnanje in posredovanje zbranih prometnih podatkov 
4.1.  Obdelovanje prometnih podatkov z namenom varovanja zdravja 
Prometni podatki so kot integralni del komunikacije varovani s komunikacijsko zasebnostjo, kot del 
osebnih podatkov pa spadajo tudi pod okrilje varstva informacijske zasebnosti, ki zagotavlja varstvo 
osebnih podatkov in prepoveduje uporabo osebnih podatkov v nasprotju z namenom njihovega 
zbiranja.256 Varstvo osebnih podatkov zahteva upoštevanje načela zakonitosti glede zbiranja, 
obdelovanja, namena uporabe, nadzora in varstva tajnosti osebnih podatkov ter posamezniku 
zagotavlja možnost seznanitve z zbranimi osebnimi podatki, ki se nanašajo nanj ter pravico do 
sodnega varstva.257 URS v 38. členu od zakonodajalca zahteva sprejem zakonske podlage za vsako 
obdelavo osebnih podatkov.258 Kljub temu da URS ločeno navaja pojme zbiranje, uporaba in 
obdelovanje osebnih podatkov, USRS za to uporablja enoten pojem obdelovanje osebnih 
podatkov.259 Definicijo pojma obdelava osebnih podatkov najdemo tudi v Splošni uredbi; v 2. točki 
1. odstavka 4. člena obdelavo pojmuje kot »vsako dejanje ali niz dejanj, ki se izvaja v zvezi z 
osebnimi podatki ali nizi osebnih podatkov z avtomatiziranimi sredstvi ali brez njih, kot je zbiranje, 
beleženje, urejanje, strukturiranje, shranjevanje, prilagajanje ali spreminjanje, priklic, vpogled, 
uporaba, razkritje s posredovanjem, razširjanje ali drugačno omogočanje dostopa, prilagajanje ali 
kombiniranje, omejevanje, izbris ali uničenje«. 
 
Hramba prometnih podatkov, prehajanje podatkov med institucijami in organi, posredovanje 
osebnih podatkov med policijo in NIJZ – vse to predstavlja obdelovanje osebnih podatkov, zato 
mora biti to skladno z zahtevo iz 2. odstavka 38. člena URS in temeljiti na zakonski podlagi. 
Skladno z ustaljeno ustavnosodno prakso je vsako obdelovanje osebnih podatkov poseg v 
informacijsko zasebnost, zato mora biti poseg skladen z načelom sorazmernosti (3. odstavek 15. 
člena URS).260 Pravica do informacijske zasebnosti namreč ni absolutna, saj so dopustni tisti 
posegi, ki temeljijo na prevladujočem javnem interesu ter upoštevajo ostale ustavne pogoje.261 V 
zakonu mora biti dovolj določno urejen obseg podatkov, ki se bodo zbirali, namen obdelovanja 
podatkov ter nadzor nad obdelovanjem teh podatkov.262 Temu pogoju ni mogoče zadostiti zgolj z 
golo zakonsko določbo, ki omogoča obdelovanje osebnih podatkov, temveč mora izpolniti zahtevo 
po določnosti do take mere, da onemogoča arbitrarno delovanje oblastnih organov.263 Namen 
                                                 
256 1. odstavek 38. člena URS. 
257 J. Čebulj, v: F. Arhar idr., KOMENTAR USTAVE REPUBLIKE SLOVENIJE (2002), str. 409. 
258 2. odstavek 38. člena URS. 
259 Odločba USRS U-I-152/17-13 z dne 6. 12. 2017. 
260 Odločba USRS U-I-238/99 z dne 9. 11. 2000. 
261 Odločba USRS U-I-411/06 z dne 19. 6. 2008, 19. točka obrazložitve. 
262 Prav tam. 
263 Prav tam, 22. točka obrazložitve. 
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obdelovanja osebnih podatkov mora biti predpisan jasno, konkretno ter s takšno stopnjo jasnosti, da 
posamezniku zagotavlja pravno varnost.264 Namen namreč določa meje obdelovanja osebnih 
podatkov, zato mora biti jasen in določen, saj je le tako mogoče presoditi sorazmernost glede na 
namen, ki se ga s tem obdelovanjem zasleduje in preprečuje nevarno zbiranje podatkov »na 
zalogo«.265 Na drugi strani pa ustavna zahteva po določnosti in jasnosti namena obdelave osebnih 
podatkov ne zahteva eksplicitno določenega namena.266 Obseg podatkov ne sme biti preohlapen, 
temveč se mora omejiti zgolj na tiste podatke, ki so primerni in nujno potrebni za izpolnitev 
zakonsko predpisanega cilja.267 USRS poudarja, da mora zakonodajalec pri urejanju obdelave 
osebnih podatkov za namene policijskega dela »še posebej skrbno pretehtati težo ukrepa, s katerim 
brez privolitve posameznika posega v občutljivo območje njegove zasebnosti«.268 
 
Opisano kaže, da je treba tudi pri obdelovanju prometnih podatkov z namenom varovanja zdravja  
upoštevati ustavne zahteve po določnosti in jasnosti namena obdelave podatkov. Obdelava 
prometnih podatkov z namenom varovanja zdravja namreč pomeni poseg v informacijsko 
zasebnost, zato se mora omejiti zgolj na tisto obdelavo, ki je primerna in nujna za izpolnitev 
zakonsko predpisanega cilja (varovanje zdravja).  
 
4.2.  Prehajanje podatkov o komuniciranju iz varnostnih pooblastil v preiskovalno sfero 
S položajem prehajanja podatkov o komuniciranju iz varnostnih pooblastil v preiskovalno sfero 
imamo opravka v primeru, ko bi policija na podlagi varnostnih pooblastil pridobivala podatke (npr. 
o komunikacijskem prometu), nato pa bi bili ti isti podatki uporabljeni kot dokaz v kazenskem 
postopku. Situacija spominja na uporabo dokazov, pridobljenih v nekazenskih postopkih, v 
kasnejšem kazenskem postopku. Ekskluzijsko pravilo, ki omejuje gradivo, na katerega se lahko 
opre sodna odločba, je določeno v 18. členu ZKP. Ekskluzijsko pravilo ne prepoveduje, da bi se 
sodna odločba ne smela opreti na dokaz, pridobljen v nekazenskem postopku. Hkrati pa je jasno, da 
se dokazi zunaj (pred)kazenskega postopka pridobivajo na podlagi pravil, ki ne upoštevajo nujno 
dokaznih prepovedi, kot veljajo za (pred)kazenski postopek. Zato se vendarle postavlja vprašanje, 
ali in pod kakšnimi pogoji se sme uporabiti gradivo iz nekazenskega postopka kot dokaz v 
kasnejšem kazenskem postopku. V sodni praksi je že bilo sprejeto stališče, da se pri presoji 
dovoljenosti dokazov iz nekazenskih postopkov ne uporablja določb ZKP; možno pa je, da so 
nedovoljeni dokazi zato, ker so pridobljeni s kršitvijo ustavno določenih človekovih pravic in 
                                                 
264 Prav tam, 23. točka obrazložitve. 
265 Prav tam, 24. točka obrazložitve. 
266 Prav tam, 25. točka obrazložitve. 
267 Prav tam, 19. točka obrazložitve. 
268 Odločba USRS U-I-65/13 z dne 3. 7. 2014, 16. točka obrazložitve. 
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temeljnih svoboščin.269 Dokazi iz nekazenskega postopka, pridobljeni s kršitvijo človekovih pravic, 
namreč ne morejo biti dokaz v kazenskem postopku.270 Gorkič opozarja, da je treba zavoljo 
učinkovitega zagotavljanja ustavnopravnih jamstev v kazenskem postopku skrbno presojati dokaze, 
pridobljene v (nekazenskih) postopkih, kadar je pri njihovem zbiranju zagotovljeno nižje varstvo 
ustavnopravnih jamstev kot v kazenskih postopkih; le tako se lahko izognemo izvotlitvi jamstev 
kazenskega postopka.271 
 
Obravnavani situaciji je nadvse podoben položaj, ko je kazensko procesno pravo še razlikovalo med 
predkazenskim in sodnim kazenskim postopkom. Ločitev je bila v resnici navidezna, saj je gradivo 
iz predkazenskega postopka prehajalo mejo, ki naj bi ta dva postopka ločevala. V zvezi s tem je 
teorija opozarjala, da to vodi v izvotlitev jamstev v sodnem postopku.272 Argument izvotlitve 
jamstev v sodnem postopku je mogoče analogno uporabiti tudi v primeru prehajanja podatkov iz 
varnostnih pooblastil v kasnejšo preiskovalno sfero. Da bi se temu izognili, je treba z gradivom, 
pridobljenim z varnostnimi pooblastili, ravnati enako kot s tistim, pridobljenim v preiskovalni sferi. 
 
Mogoče je zaključiti, da je treba biti pri prehajanju podatkov iz varnostne v preiskovalno sfero  
izjemno pazljiv. Prvič, pridobivanje podatkov v preiskovalni sferi ne sme predstavljati kršitve 
ustavno varovanih človekovih pravic; in drugič, tako gradivo bi lahko bilo uporabno v kasnejši 
preiskovalni sferi zgolj v primeru, če bi za (ponovno) uporabo veljali pogoji, primerljivi s pogoji 
pridobivanja podatkov v preiskovalni sferi. 
 
4.3.  O pogojih prehajanja podatkov o komuniciranju med institucionalno ločenimi 
subjekti 
Vzpostavitev primerljivih pogojev za prehajanje osebnih podatkov v preiskovalno sfero terja 
določno regulacijo razmerja med institucionalno ločenimi subjekti. V središču je problem 
ponovnega obdelovanja osebnih podatkov, vendar za drugačen namen. Aktualni primer tovrstnega 
prehajanja podatkov je naslednji: NIJZ je pooblaščen za upravljanje številnih podatkovnih zbirk, 
policija pa sme od NIJZ zahtevati brezplačno posredovanje teh podatkov »za namene zagotavljanja 
izvajanja odločb in drugih konkretnih aktov, s katerimi so odrejeni posebni ukrepi«.273 Vlada je 
                                                 
269 VSRS Sodba I Ips 20654/2010-717 z dne 7. 4. 2016.  
270 Prav tam.  
271 P. Gorkič: Uporaba dokazov, pridobljenih pri carinskem nadzoru, v kazenskem postopku, v: Pravna praksa, 30–31 
(2011), str. 24. 
272 Prav tam. 
273 Glej 2. člen Sklepa o izmenjavi osebnih podatkov o odrejenih posebnih ukrepih osamitve, karantene in obveznega 
cepljenja zaradi bolezni COVID-19 med Nacionalnim inštitutom za javno zdravje in Policijo, Uradni list RS, št. 56-
834/2020 z dne 22. 4. 2020. 
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namreč na podlagi 4. odstavka 103. člena ZIUZEOP sprejela Sklep o izmenjavi osebnih podatkov o 
odrejenih posebnih ukrepih osamitve, karantene in obveznega cepljenja zaradi bolezni COVID-19 
med Nacionalnim inštitutom za javno zdravje in Policijo (v nadaljevanju: Sklep o izmenjavi 
podatkov). Ta ureja posredovanje in uporabo osebnih podatkov (mednje spadajo tudi pacientovi 
zdravstveni podatki, ki spadajo med občutljive osebne podatke) iz evidenc, ki jih upravlja NIJZ in 
posreduje Policiji za potrebe izvajanja pooblastil iz 6.–9. in 11. točke 1. odstavka 103. člena 
ZIUZEOP.274  
 
Ponovna uporaba podatkov med državnimi organi in nosilci oblasti za drugačen namen odpira 
dilemo o spoštovanju načela namembnosti. Namen zbiranja osebnih podatkov ima pomembno 
vlogo, saj zameji možnost razširitve namena zbiranja na druge, zakonsko nedoločene namene in 
tako onemogoča posredovanje osebnih podatkov izven obsega prvotnega namena zbiranja.275  
Pri presoji tovrstnega prehajanja podatkov nam je v veliko pomoč že izraženo strogo stališče USRS 
v U-I-70/12-14,276 ko sodišče poudari, da je v zvezi z občutljivimi osebnimi podatki obveznost 
zakonodajalca po jasni, določni in konkretni opredelitvi namena zbiranja osebnih podatkov še bolj 
poudarjena, saj »gre za vprašanje varovanja posebej občutljivih osebnih podatkov, ki izvirajo iz 
zaupnega razmerja med pacientom in zdravnikom in katerih razkritje lahko ogrozi tudi 
nedotakljivost osebnega dostojanstva pacienta in njegovih bližnjih«.277 
NIJZ skladno s 23.a členom Zakona o zdravstveni dejavnosti (ZZDej)278 opravlja javne službe, med 
katere spada tudi »vodenje in upravljanje zbirk podatkov s pomočjo zdravja in zdravstvenega 
varstva v skladu s posebnimi predpisi« in »spremljanje nalezljivih bolezni, vključno z okužbami, 
povezanimi z zdravstveno oskrbo ter zgodnje zaznavanje in odzivanje na dogodke, ki pomenijo 
nevarnost za javno zdravje«.279 Namen zbiranja osebnih podatkov mora strogo slediti vsebini javne 
službe NIJZ. Skladno s 5. členom Zakona o zbirkah podatkov s področja zdravstvenega varstva (v 
nadaljevanju: ZZPPZ)280 Priloga 1 kot sestavni del ZZPPZ opredeljuje namen posameznih zbirk 
podatkov s področja zdravstvenega varstva. Iz Evidence št. 48 o nalezljivih boleznih izhaja, da je 
namen te zbirke »spremljanje pojava nalezljivih bolezni, njihovih značilnosti in ovrednotenje 
                                                 
274 1. člen Sklepa o izmenjavi podatkov z dne 22. 4. 2020. 
275 Prav tam. 
276 Odločba USRS U-I-70/12-14 z dne 21. 3. 2014. 
277 Prav tam, 19. točka obrazložitve. 
278 Zakon o zdravstveni dejavnosti (ZZDej) Uradni list RS, št. 23/05 – uradno prečiščeno besedilo, 15/08 – 
ZPacP, 23/08, 58/08 – ZZdrS-E, 77/08 – ZDZdr, 40/12 – ZUJF, 14/13, 88/16 – ZdZPZD, 64/17, 1/19 – odl. 
US, 73/19, 82/20, 152/20 – ZZUOOP in 203/20 – ZIUPOPDVE. 
279 23.a člen ZZDej. 
280 Zakon o zbirkah podatkov s področja zdravstvenega varstva (ZZPPZ) Uradni list RS, 
št. 65/00, 47/15, 31/18, 152/20 – ZZUOOP, 175/20 – ZIUOPDVE in 203/20 – ZIUPOPDVE. 
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izvedenih ukrepov«.281 Upoštevajoč namen, določen v Evidenci št. 48, gre za preventivno, 
neprisilno in neindividualizirano obdelovanje podatkov. Skladno s Sklepom o izmenjavi podatkov 
pa je namen obdelovanja istih podatkov v rokah policije in predstavlja očitno podlago za 
obdelovanje podatkov zaradi (potencialno) prisilnega izvajanja ukrepov na podlagi ZNB zoper 
konkretne posameznike, ki jih ukrep zavezuje. 
 
Opirajoč se na zgoraj opisano stališče v U-I-70/12-14 je mogoče zaključiti, da opisana izmenjava 
pomeni uporabo (občutljivih) osebnih podatkov mimo prvotnega namena zbiranja osebnih podatkov 
in s tem odstop od temeljnega načela namenske uporabe osebnih podatkov. S tem je tesno povezana 
tudi različna podlaga za njihovo obdelovanje. Podlaga za obdelovanje osebnih zdravstvenih 
podatkov za potrebe zdravljenja in druge namene je načeloma privolitev posameznika (3. in 4. 
odstavek Zakona o pacientovih pravicah (ZPacP)282). Izjemo (ki še sodi v sfero izvajanja 
zdravstvene dejavnosti) predstavlja že posredno zbiranje osebnih podatkov NIJZ zaradi opravljanja 
javne službe in na podlagi 4. člena ZZPPZ. Ker to še sodi v sfero izvajanja zdravstvene dejavnosti, 
je vez s prvotno privolitvijo pacienta dovolj močna in zato zadostna podlaga za takšno posredno 
obdelavo. 
 
Če pa te podatke posredno zbira (tudi) policija, pridobi takšna obdelava povsem drugačne 
razsežnosti. Zaradi možnosti uporabe prisilnih sredstev za izvajanje ukrepov na podlagi ZNB 
postane vez s prvotno privolitvijo posameznika tako šibka, da privolitev ne more biti več 
relevantna. Zato je nujno vzpostaviti samostojno, določno pravno podlago, ki smiselno sledi 
merilom za uporabo prisilnih sredstev pri izvajanju drugih varnostnih pooblastil, in učinkovit, 
neodvisni, tudi sodni nadzor. Sprememba namena obdelave osebnih podatkov torej terja posebno 
pozornost. To velja toliko bolj, kadar se izpostavljamo tveganjem, povezanim z množičnim in 
neselektivnim obdelovanjem osebnih podatkov, na podlagi katerih se oblikuje odločitve o uporabi 
prisilnih ukrepov. Preširoko opredeljen namen posrednega zbiranja podatkov ni učinkovit 
mehanizem preprečevanja zlorabe osebnih podatkov in kaže na zakonodajalčevo nerazumevanje 




                                                 
281 Zapisna št. NIJZ 48 Evidenca nalezljivih bolezni, Priloga 1 k ZZPPZ: Priloga zbirk podatkov s področja 
zdravstvenega varstva, Zbirke podatkov, ki vsebujejo osebne podatke. 
282 Zakon o pacientovih pravicah (ZPacP) Uradni list RS, št. 15/08, 55/17 in 177/20. 
283 Prim. odločbo USRS U-I-70/12-14 z dne 21. 3. 2014, 20. točka obrazložitve. 
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5. Zaključek 
Z nalogo pred vami sem želela prikazati kompleksnost iskanja učinkovitega varstva 
(komunikacijske) zasebnosti ter poudariti pomanjkljivosti doktrine tretje stranke. Ta pod varovalni 
plašč uvršča zgolj zaupne podatke, kar v informacijski dobi ne predstavlja učinkovitega nivoja 
varstva komunikacijske zasebnosti. 
 
Pri analiziranju posega v komunikacijsko zasebnost z namenom varovanja zdravja (drugih) je 
prikazano razmerje med določbami EKČP ter strožjimi določbami URS. Zanimalo me je predvsem, 
ali je pojem javne varnosti, kot legitimnega cilja za poseg v komunikacijsko zasebnost po 37. členu 
URS, mogoče razlagati tako, da zajema tudi pojem varovanja javnega zdravja. S pomočjo analize 
sodne prakse ESČP in USRS sem zaključila, da je to mogoče, vendar zgolj ob upoštevanju 
preostalih strogih pogojev, določenih za ustaven poseg v komunikacijsko zasebnost.  
 
V zadnjem delu pričujoča naloga opozarja na problematiko ponovne uporabe zbranih prometnih 
podatkov iz varnostne sfere v kasnejšo preiskovalno sfero ter prehajanja zbranih podatkov med 
institucionalno ločenimi subjekti. Naloga skuša opozoriti na spornost nepremišljenega podeljevanja 
novih, nejasnih policijskih pooblastil in na nevarnost, ki jo tako početje prinaša. Epidemija gotovo 
predstavlja resno nevarnost javnemu zdravju ter družbi kot taki, vendar vsesplošno oženje pravic in 
nadzor nad državljani ne sme in ne more biti edini način za spopadanje z njo. V mislih moramo 
imeti tudi prihodnost. Ali bo kdaj varnost (komunikacijske) zasebnosti ponovno dosegala kvaliteto, 
kot jo je pred epidemijo? Ali bodo posegi del »nove realnosti«, kot se danes označuje vse tisto, 
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