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sido  identificadas  como  una  de  las  tecnologías  más  prometedoras  por  diversos  analistas 
tecnológicos  y  revistas especializadas, debido  a que dan  respuesta  a  las exigencias  actuales 
referentes  al  establecimiento  de  redes  que  cubran  necesidades  de  comunicación  de  forma 




En  la  mayoría  de  las  aplicaciones  se  pretende  que  los  nodos  no  requieran 
mantenimiento,  explotando  el  concepto  de  nodos  de  “usar  y  tirar”,  puesto  que  una  vez 






a  fallos,  seguridad  y  acotación  de  tiempos  en  las  comunicaciones,  generalmente  no 
consideradas en la inmensa mayoría de los protocolos existentes, y cuando lo son, se obtienen 
sacrificando la eficiencia energética. 
En  la  presente  tesis  se  ha  propuesto  una  novedosa  solución  integral  orientada 
principalmente  a  reducir  el  consumo de  energía.  La nueva  arquitectura denominada  EDETA 
(Energy‐efficient  aDaptative  hiErarchical  and  robusT  Architecture)  es  además  escalable, 
apropiada tanto para RIS homogéneas como heterogéneas –cada vez con mayor auge–, auto‐




basado  en  clústeres,  gobernado  por  un  protocolo  interno  del  clúster  denominado  Intra‐
Cluster‐Communication y el nivel superior formado por un árbol dinámico de nodos líderes de 
clúster que ejecutan un protocolo entre clústeres denominado Inter‐Cluster‐Routing. 
La  evaluación  de  los  mecanismos  se  ha  realizado  mediante  una  doble  vía: 
implementación real y simulación, demostrándose que los mecanismos propuestos consiguen 
aumentar  considerablemente  el  tiempo  de  vida  de  la  red,  a  la  vez  que  proporcionan 














In  most  applications  it  is  intended  that  the  nodes  do  not  require  maintenance, 
exploiting the concept of throwaway nodes, because once deployed they are not recoverable. 







existing  protocols,  and when  they  are,  the  sacrifice  of  energy  efficiency  is  required  to  be 
implemented.  
In  this  thesis an  innovative  solution  is proposed, aimed primarily at  reducing energy 
consumption. The new architecture called EDETA (Energy‐efficient aDaptative hiErarchical and 




The proposed architecture  is based on a two‐level hierarchy. The  lower  level  is based 
on  clusters,  governed by  an  internal protocol  called  Intra‐Cluster Communication, while  the 
upper  level  consists  of  a  dynamic  tree  node  of  cluster  leaders,  the  so  called  Inter‐Cluster 
Routing protocol. 












revistes especialitzades, degut al  fet que donen  resposta a  les exigències actuals  referents a 
l'establiment de xarxes que cobrisquen necessitats de comunicació de forma flexible ‐en temps 
i  espai‐  i  autònoma  ‐autoconfiguració  i  independència  d'una  estructura  fixa‐.  La  possibilitat 
d'implementar  dispositius  de  baix  cost  i  elevada  duració  capaços  d'obtenir  informació  de 
l'entorn  i reenviar‐la   sense  fils a un centre de coordinació ofereix possibilitats  inimaginables 
en multitud d'aplicacions. 
En la majoria de les aplicacions es pretén que els nodes no requerisquen manteniment, 










En  la present  tesi  s'ha proposat una nova  solució  integral orientada principalment a 
reduir  el  consum  d'energia.  La  nova  arquitectura  denominada  EDETA  (Energy‐efficient 
aDaptative hiErarchical and robusT Architecture) és a més escalable, apropiada tant per a XSFS 
homogènies com heterogènies  ‐cada vegada amb major auge‐, auto‐configurable, suporta de 
forma  transparent múltiples estacions base,  i proporciona  característiques  com  tolerància  a 
fallades i temps acotats, sense degradar les prestacions de la xarxa. 
L'arquitectura proposada està basada en una jerarquia de dos nivells, el nivell inferior 
basat  en  clústers,  governat  per  un  protocol  intern  del  clúster  denominat  Intra‐Cluster‐
Communication i el nivell superior format per un arbre dinàmic de nodes líders de clúster que 
executen un protocol entre clústers denominat Inter‐Cluster‐Routing. 
L'avaluació  dels mecanismes  s'ha  realitzat mitjançant  una  doble  via:  implementació 
real  i  simulació,  demostrant‐se  que  els  mecanismes  proposats  aconsegueixen  augmentar 
considerablement  el  temps  de  vida  de  la  xarxa,  alhora  que  proporcionen  addicionalment 
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En  las  últimas  décadas  hemos  asistido  a  un  explosivo  crecimiento  de  las  redes  de 
computadores y en concreto de las comunicaciones inalámbricas, propiciado por los continuos 
avances  tecnológicos.  Así,  han  aparecido  circuitos  electrónicos  cada  vez  más  pequeños, 
potentes  y  de menor  coste,  permitiendo  también  en  esta  línea,  importantes  avances  en  el 
campo de  los  transductores.  Todo  ello permite  el  desarrollo de nuevos dispositivos para  la 
detección y medida de cualquier magnitud de forma sencilla y con gran precisión, siendo estos 
dispositivos de pequeño tamaño y bajo coste. 
Estos  factores  han  permitido  el  despegue  del  campo  de  investigación  de  las  Redes 
Inalámbricas  de  Sensores  (RIS),  conocidas  en  inglés  como Wireless  Sensor Networks  (WSN), 
que  han  sido  identificadas  como  una  de  las  tecnologías  más  prometedoras  por  diversos 
analistas  tecnológicos y  revistas especializadas, entre  las que pueden  citarse el observatorio 
tecnológico del MIT  [MIT03]  y  la  revista Dinero  [DINERO04].  La posibilidad de  implementar 
dispositivos  de  bajo  coste  y  elevada  duración  sin  mantenimiento  capaces  de  obtener 
información del entorno y reenviarla de forma inalámbrica a un centro de coordinación ofrece 
posibilidades  inimaginables  en multitud  de  aplicaciones.  Las RIS  están  siendo  aplicadas  con 




invernaderos,  monitorización  del  medio  ambiente,  y  un  sinfín  de  nuevas  aplicaciones 
[BOUKER09].  
La principal  innovación  consiste en  sustituir  sensores de elevada  complejidad –  y por  tanto 
caros  y  limitados  en  número  –  y  su  infraestructura  de  comunicaciones  asociada  por  un 
conjunto  mucho  mayor  de  dispositivos  sensores  de  más  sencillos  –  que  resultan 
considerablemente más baratos – que actúan como sensores, obteniendo magnitudes  físicas 
del  entorno,  pero  que  además  dan  soporte  a  las  comunicaciones  de  otros  nodos  como 
elementos de infraestructura. 
La característica principal de las RIS es su capacidad de organización automática. Así, es posible 
realizar despliegues de sensores en  lugares de difícil acceso, o  incluso en el  interior de zonas 
afectadas  por  catástrofes, mediante medios  aéreos. Gracias  a  esta  característica  es  posible 





significativa  el  consumo  de  potencia, mientras  que,  en  cambio,  es  necesario  proporcionar 
mecanismos de encaminamiento con múltiples saltos, que permitan  la comunicación con  los 
nodos más alejados. Otra ventaja es la reutilización de frecuencias, ya que dos nodos con áreas 
de  cobertura  disjuntas  podrán  emplear  la misma  banda  de  transmisión.  Si  la  densidad  de 
nodos es  lo suficientemente grande, este mecanismo permite establecer múltiples rutas para 
cada  destino  posible,  permitiendo  la  implementación  de  técnicas  de  tolerancia  a  fallos  
contemplando  rutas  redundantes  –y  de  gestión  global  de  energía–  empleando  rutas 
alternativas para balancear el consumo entre nodos. 




Sin  embargo,  estas  capacidades  vienen  limitadas  por  dos  factores  fundamentales:  coste  y 
consumo.  Así,  en  la mayoría  de  las  aplicaciones  se  pretende  que  los  nodos  no  requieran 
mantenimiento,  explotando  el  concepto  de  nodos  de  “usar  y  tirar”,  puesto  que  una  vez 
desplegados  no  son  recuperables.  Para  ello  se  requiere  que  su  coste  sea  mínimo,  y  que 
realicen un aprovechamiento óptimo de la energía, maximizando el tiempo de servicio. 












obtenidos  en  uno  de  ellos  sean  redundantes  con  respecto  a  otros  nodos  de  su 
entorno. 
• Limitación de recursos. El diseño e implementación de RIS debe tener en cuenta cuatro 






sensores  no  es  fija,  sino  que  pueden  existir  movimiento  de  sensores  e  incluso 
desaparición  u  adicción  de  nodos.  Las  RIS  deben  ser  capaces  de  reconfigurarse  de 
forma autónoma frente a estos avatares. 
• Medio  de  transmisión  poco  fiable:  La  utilización  de  comunicaciones  inalámbricas 
presenta  una  tasa  de  errores  considerablemente  mayor  que  las  comunicaciones 
cableadas. 
• Diversidad de aplicaciones: debido a las propiedades de las RIS, donde en cada una de 





Uno de  los aspectos que más  impacto causa en  las prestaciones de  las redes  inalámbricas de 
sensores es el conjunto de protocolos empleados en cada uno de sus niveles. Por ello, este es 
un  frente de  investigación aún abierto: a pesar de  la existencia de protocolos estándar  (IEEE 
802.15.4) no dejan de surgir otras propuestas más eficientes  para muchas aplicaciones en las 
que se requiere un amplio periodo de  funcionamiento con  fuentes de energía muy  limitadas 
(bajo  coste  de  los  nodos),  siendo  por  tanto  la  eficiencia  energética  uno  de  los  principales 
objetivos de esta  tesis. Sin embargo, este  trabajo no descuida otras características cada vez 
más  demandadas  en  nuevas  aplicaciones  de  las  RIS  como  son  escalabilidad,  flexibilidad, 
tolerancia a fallos, seguridad y acotación de tiempos en las comunicaciones [CAPELLA05]. 




• BlueTooth: El estándar Bluetooth  [BLUET09] posibilita  la  transmisión de  voz  y datos 




• 802.15.4  /Zigbee:  802.15.4  [IEEE15.4‐06]  ha  sido  diseñado  específicamente  para  el 
desarrollo  de  redes  de  sensores  inalámbricas.  Zigbee  [ZIGBEE07]  está  orientado  a 
proporcionar dispositivos de un bajo coste, así como reducido consumo de energía y 
gran simplicidad hardware y software. 
• Tecnologías  inalámbricas  sub‐Ghz:  se  trata  de  tecnologías  también  diseñadas 
específicamente  para  redes  de  sensores,  que  operan  en  bandas  inferiores  al  GHz, 
típicamente  sobre  los  cuatrocientos  y  ochocientos megahercios,  y  cuyo  primordial 
objetivo es el bajo consumo tanto en transmisión como en recepción. La gran ventaja 
de estas tecnologías frente a las ubicadas en los 2.4Ghz es que tienen un mayor radio 








• Aplicaciones  militares:  Sistemas  C4ISRT  (Command,  control,  communications, 
computing,  intelligence,  surveillance,  reconnaissance  and  targeting),  tareas  de 
reconocimiento y alerta temprana. 










Multitud  de  investigadores  centran  sus  esfuerzos  en  este  campo  tan  prometedor.  Como 










• EYES  (UE)  [EYES]:  Redes  de  sensores  autoconfigurables,  colaborativas  y  eficientes 
enegéticamente.  
• Hogthrob  (Dinamarca)  [HOGTHRO]:  Redes  de  Sensores  para  la  monitorización  del 
estado de la nieve. 
• CSOnet  Project  (Francia)  [CSONET]:  Redes  inalámbricas  de  sensores  para 
monitorización y control de cloacas en área metropolitana. 
• RUNES (UE) [RUNES]: Redes de Sensores autoconfigurables. 






















su actividad  investigadora dentro de este proyecto, estudiando  los aspectos de  tolerancia a 
32    CAPÍTULO 1. INTRODUCCIÓN 
 





de  área  local  e  interconexión  de  redes,  continuó  en  temas  ligados  a  la  problemática  que 




investigación,  donde  se  han  venido  desarrollando  y  aplicando  las  técnicas  y  mecanismos 
propuestos en la presente tesis: 
• “Análisis y evaluación de la integración de sistemas de visión sobre redes de área local 
industrial”.  UPV.  Ayudas  para  grupos  interdisciplinares  del  programa  incentivo  a  la 
investigación. Periodo 2002‐2003. 
• “Estudio e  implementación de un sistema  integral para  la gestión y control de cargas 
eléctricas  residenciales:  Una  oportunidad  para  la  participación  activa  de  usuarios 
finales  en  la  disminución  de  picos  de  demanda  y  el  uso  eficiente  de  la  energía”. 
Fundación Séneca – Murcia. Periodo 2006‐2007. 
• “Desarrollo  de  un  sistema  de  protección  forestal  mediante  redes  de  sensores 
inalámbricos (SENIN)”. Generalitat Valenciana ‐ Programa GESTA. Periodo 2006‐2007. 
• “Monitorización  medioambiental  mediante  redes  de  sensores  inalámbricos 
(MARESIN)”. Generalitat Valenciana ‐ Programa GESTA. Periodo 2006‐2007. 
• “Detección  precoz  del  picudo  rojo  mediante  redes  de  sensores  inalámbricas”. 
Generalitat Valenciana ‐ Programa GESTA. Periodo 2006‐2007. 
• “Desarrollo  de  un  sistema  único  de  protección  perimetral  escalable  y  robusto”. 
Generalitat Valenciana ‐ Programa GESTA. Periodo 2006‐2007. 
• “Diseño,  Evaluación  e  Implementación  de  Una  Red  Subacuática  de  Sensores”. 
Ministerio de Educación y Ciencia (CICYT DPI2007‐66796‐C03‐01). Periodo 2007‐2010. 













investigación plasmado en  la presente  tesis,    cuyos principales objetivos y aportaciones han 
sido: 
1. Realizar un estudio de las tecnologías apropiadas para la implementación de redes de 
sensores  inalámbricas,  sus  características  y  limitaciones,  evaluación  de  plataformas 
hardware,  medición  de  consumos,  estudios  de  interferencia  entre  diferentes 
tecnologías  inalámbricas,  impacto de  la ubicación de múltiples sumideros en una red, 
así como otros aspectos  interesantes, de cara a plantear protocolos de nivel superior 
adecuados  que  permitan  obtener  las  máximas  prestaciones  y  mínimo  consumo 
energético. 
2. Analizar  en  profundidad  los  protocolos  de  encaminamiento  existentes  para  redes 
inalámbricas de sensores, y las prestaciones que ofrecen a la hora de implementar una 
aplicación  real. Las  técnicas de enrutamiento  se han estudiado observando aspectos 





3. Diseñar,  implementar  y  verificar  el  funcionamiento  de  un  nuevo  protocolo  de 
enrutamiento para redes  inalámbricas de sensores que responda a  las características 
requeridas  como  son  eficiencia  energética,  escalabilidad,  flexibilidad,  tolerancia  a 
fallos,  seguridad  y  acotación  de  tiempos  en  las  comunicaciones,  puesto  que  no  es 
posible encontrar reunidas todas ellas en una misma arquitectura o protocolo actual. 
La  verificación  del  mismo  se  ha  realizado  mediante  dos  vías  complementarias: 
simulación  e  implementación.    Para  la  simulación  se  ha  desarrollado  un  modelo 
completo  para  el  simulador  NS‐2  [NS09]  ampliamente  utilizado  en  la  comunidad 
científica,  que  se  ha  validado mediante  experimentación  con  nodos  reales.  Se  han 
ajustado  los parámetros y obtenido  las expresiones para  los umbrales. Por otro  lado, 
también  se  ha  verificado  mediante  implementación  a  través  de  su  aplicación  en 
diversos  proyectos.  Los  requisitos  necesarios  se  pueden  resumir  en  los  siguientes 
puntos: 
a) Prestaciones: Las prestaciones de los protocolos estudiados resultan generalmente 
insuficientes para  los  requisitos de  gran parte de  las  aplicaciones planteadas en 
varios sentidos: 
• Consumo  energético:  Resulta  un  factor  clave  en  las  redes  de  sensores 
inalámbricas,  dado  que  se  caracterizan  por  nodos  de  bajo  coste  con 
grandes  limitaciones  de  energía,  en  los  que,  en  una  gran  parte  de  las 







cargar más  a  los  nodos  con más  recursos,  con  el  objetivo  siempre  de 
aprovechar las diferentes capacidades de cada uno al máximo y prolongar 
la  vida  de  la  red,  cuestiones  poco  logradas  en  otras  aproximaciones 
estudiadas. 
• Sobrecarga: La sobrecarga, o proporción de información de control que no 
lleva  datos  útiles,  que  se  ha  observado  en  los  protocolos  estudiados 
resulta  enorme,  tanto  para  inicializar  la  red  como  para  mantener  y 
descubrir rutas, etc., puesto que es necesario el envío y difusión de gran 






comunicaciones  o  grandes  cantidades  de  memoria,  lo  cual  repercute 
negativamente  en  el  coste  y  consumo de  los mismos. Resulta necesario 
que el nuevo protocolo requiera un mínimo de recursos y que, por tanto, 
sea  adecuado  incluso  para  microcontroladores  de  baja  potencia, 
reduciéndose  en  el  protocolo  propuesto  la  complejidad  de  forma muy 
significativa. 
b) Escalabilidad: La escalabilidad resulta otro factor clave en las redes inalámbricas de 
sensores, que no  se haya bien  resuelto en  la mayoría de protocolos estudiados, 
debido a sus hipótesis de partida (por ejemplo, los protocolos basados en clusters 
asumen habitualmente que  los cluster heads están en cobertura del sumidero, y 
en  general  se  asume  un  solo  sumidero  en  la  red).  Todo  ello  los  hace  poco 
escalables dado que al aumentar el número de nodos o el diámetro de  la red  las 
comunicaciones se vuelven muy costosas – en cuanto a energía necesaria –, con 
una  sobrecarga  que  va  creciendo  exponencialmente  y  con  un  cuello  de  botella 
consistente en un único sumidero que puede estrangular la red. 
c) Flexibilidad:  los  protocolos  estudiados  están  pensados  para  redes  homogéneas, 
donde  todos  los nodos  son  iguales y poseen  idénticas  capacidades, el protocolo 
propuesto se adaptará y optimizará el uso de recursos tanto en redes homogéneas 
como  en  redes  heterogéneas,  muy  en  auge,  dado  que  pueden  permitir 
configuraciones más óptimas, todo ello de forma automática. Además el protocolo 
es adecuado tanto para sistemas que requieran una baja frecuencia de muestreo 
de  los  sensores  como  para  aquellos  que  necesiten  una  frecuencia  elevada,  e 








de  forma  sencilla  y  sin  afectar  al  consumo  ni  a  las  cotas  temporales  de  las 
comunicaciones  hacia  el  sumidero.  Además,  toda  la  configuración  de  rutas, 
minimización del  consumo, adaptación a posibles  fallos, etc.  se  realiza de  forma 
dinámica, distribuida y de forma totalmente automática. 
d) Tolerancia  a  fallos:  generalmente  los  protocolos  para  redes  de  sensores 




en  reconfigurar  de  nuevo  toda  la  red  (aunque  dicho  nodo  ejerza  un  papel 
relevante  en  la  red,  como  puede  ser  nodo  líder  o  sumidero),  ni  pérdida  de 
funcionalidad, y todo ello afectando lo mínimo posible al consumo de energía. 





f) Acotación de  tiempos en  las  comunicaciones:  la  gran mayoría de  los protocolos 
estudiados  no  permiten  ningún  tipo  de  acotación  de  tiempos  en  las 
comunicaciones,  siendo  por  tanto  imposible  dar  una  cota  del  tiempo  necesario 
para  que  una  trama  generada  por  un  nodo  alcance  el  sumidero.  Algunas 
aproximaciones  lo  contemplan,  pagando  el  precio  de  una  sobrecarga  y  un 

















de  tiempos  de  respuesta,  lo  cual  proporciona  finalmente  un  conocimiento  global  de  las 
técnicas más  empleadas  hasta  la  actualidad,  y  que  ha  supuesto  la  propuesta  de  un  nuevo 
protocolo que cumpla con todos los objetivos propuestos en el punto anterior. 
En el capítulo 3 se presenta un estudio de  las estrategias más adecuadas para  la mejora del 
consumo  energético  en  redes  inalámbricas  de  sensores.  Los  resultados  de  este  estudio 
marcarán  las  directrices  de  diseño  de  las  diferentes  aportaciones  de  la  presente  tesis, 
planteándose ya a  lo  largo del mismo, propuestas  innovadoras que sirvieron de base para  la 
arquitectura propuesta en el capítulo 4. 
El  capítulo  4  describe  el  protocolo  de  encaminamiento  denominado  “Energy‐efficient 
aDaptative  hiErarchical  and  robusT  Architecture”  (EDETA).  EDETA  es  una  de  las  principales 
aportaciones del presente trabajo, integrando aspectos de eficiencia energética, escalabilidad, 
flexibilidad, tolerancia a fallos y acotación de tiempos en las comunicaciones, constituyendo un 
nuevo  paradigma  en  las  RIS.  El  capítulo  también  presenta  la  evaluación  del  protocolo 
utilizando un modelo de  simulación  implementado y validado  con datos  reales a  tal efecto, 
comparándose las prestaciones del mismo frente a otras propuestas, obteniéndose resultados 
muy satisfactorios.  Se ha evaluado el impacto de parámetros tales como el número de nodos, 
el  diámetro  de  la  red  y  la  carga  utilizada.  Los  índices  de  prestaciones  estudiados  son  el 
consumo  energético,  duración  de  la  red  y  porcentaje  de  paquetes  perdidos.  Finalmente 
también se estudió la estabilidad del protocolo y su funcionamiento en presencia de fallos. 
En  el  capítulo  5  se  presenta  la metodología  seguida  en  la  fase  de  experimentación,  y  se 
introduce el simulador NS‐2 utilizado para evaluar las técnicas propuestas en la presente tesis, 


































de  tareas  diferentes  es  contraproducente,  ya  que,  a  pesar  de  dotar  al  nodo  de  gran 
versatilidad, conlleva un mayor consumo. Siguiendo esta  línea,  los sensores resultantes serán 








Sin embargo,  la  tendencia actual  consiste en  la  sustitución de estos  sensores complejos por 
multitud  de  pequeños  sensores  simples,  siguiendo  el  principio  fundamental  de  reducir  los 
costes. La implementación de nodos de bajo coste – y por tanto sencillos – es un primer factor 
de economía, mientras que  la eliminación del mantenimiento  –  con  los  costes de mano de 









































3. Basados  en  Consultas  (Query  Based),  donde  los  nodos  destinatarios  propagan  la 
consulta de información (tarea de sensorización) desde un nodo hacia la red y cuando 
se  encuentra  un  nodo  que  posee  dicha  información,  éste  responde  a  la  consulta 
enviando los datos al que inició la consulta. 
 
4. Basados  en  Calidad  de  Servicio  (QoS  Based),  donde  la  red  debe  satisfacer  ciertas 
métricas  de  QoS,  como  delay,  energía,  ancho  de  banda,  cuando  envía  datos  al 

















































La estructura de  red  subyacente puede  tener un papel muy  importante en  la operación del 
protocolo.  La primera  aproximación  a  la hora de diseñar protocolos de  enrutamiento  suele 
asumir que  todos  los nodos de  la red son  iguales, sin distinciones y considerando que  todos 




En  este  caso,  en muchos  sistemas  resulta  poco  apropiado  asignar  un  identificador  global  a 
cada  nodo,  debido  al  gran  número  de  éstos  en  la  red.  Esta  consideración  ha  llevado  a  la 
implantación  de  encaminamiento  centralizado,  donde  la  Estación  Base  (Base  Station)  ó 
sumidero (Sink) envía consultas a ciertas regiones y espera los datos enviados por los sensores. 
Los datos se negocian vía consultas (queries), por  lo que se requiere mayoritariamente algún 
esquema  de  direccionamiento mediante  atributos  para  especificar  las  propiedades  de  esos 
datos.  
 
En  los  inicios  del  estudio  en  encaminamiento  centralizado,  los  protocolos  SPIN  y  Difusión 





En SPIN [KULIK99] se disemina toda  la  información de cada nodo al resto de nodos de  la red 
asumiendo de esta forma que todos los nodos son estaciones base en potencia. Esto permite 
al usuario  final realizar consultas y recibir  la  información  inmediatamente. Los protocolos de 
esta familia se aprovechan de la propiedad de que los nodos que se encuentran cercanos unos 





de  los datos a  los nodos malgastando  recursos, y el problema de  la superposición  (overlap), 



































































1. Los  sensores  operan  más  eficientemente  y  conservan  mejor  la  energía  enviando 





sensores  en  solapamiento  (overlapping).  Seleccionando  un  nodo  aleatorio  al  que 
mandarle  la  información  en  lugar  de  realizar  difusión,  se  soluciona  el  problema  en 







































atributo  y  su  dirección.  La  fuerza  del  gradiente  puede  ser  diferente  dependiendo  de  los 
vecinos, lo que conlleva posibles diferencias en los flujos de información.  
 
En esta etapa  los bucles no  se comprueban pero posteriormente  se eliminarán. Los eventos 














Difusión  Directa  difiere  de  SPIN  en  dos  aspectos;  primero,  Difusión  Directa  se  centra  en 
peticiones de información bajo demanda, es decir, el sumidero  envía consultas a los nodos por 
medio de inundación (flooding). En SPIN, sin embargo, los sensores advierten la disponibilidad 






























disponen  de  mecanismos  para  evitar  la  sobrecarga  por  inundación  y  por  tanto 
aumentar el tiempo de vida de la red al retrasar el agotamiento de la batería. 
 
 Esta  inundación  provoca  que  el  protocolo  no  sea  escalable,  alejándolo  de  toda 




ningún  tipo de calidad en el  servicio de entrega ya que  la  latencia y  las pérdidas de 







Rumor  routing  [BRAGINS02]  es  una  variación  de  Difusión  Directa  y  fue  concebido  para 
entornos  en  los  cuales  el  encaminamiento  geográfico  no  es  posible,  bien  porque  no  se 








En general, Difusión Directa emplea flooding para  inyectar  la consulta en  la red y difundir  las 
tareas.  Sin  embargo,  en  algunos  casos  solo  hay  una  pequeña  cantidad  de  información 
Camino de la consulta 
al evento
Nodo con ruta al evento

















el  rendimiento  en  términos  energéticos,  pero  el  uso  de  inundación,  aunque  sea  en menor 
medida, acarrea las consecuencias que ya se vieron en puntos anteriores. 
 
Los  resultados  de  las  simulaciones  muestran  que  Rumor  routing  puede  lograr  un  ahorro 
energético significativo cuando se compara con flooding de eventos, obteniendo también una 










Cada mensaje  que  debe  ser  enrutado  por  el  nodo  es  enviado mediante  broadcast  a  sus 









2. Una  vez  recibido el mensaje originado por el  sumidero,  cada nodo  comprueba  si  la 
estimación en el mensaje más el coste del  link por el cual ha recibido ese mensaje es 
menor  que  la  estimación  actual.  De  ser  así,  se  actualiza  tanto  la  estimación  del 
mensaje del sumidero  como la estimación actual para el nodo.  































donde  un  nodo  incrementa  su  altura  cuando  su  energía  disminuye  por  debajo  de  cierto 












sensores  y  encaminar  la  información  en  la  red  de  forma  que  el  número  de  paquetes 
entregándose maximice, mientras que  la  latencia  y  el  ancho de banda  se minimicen. CADR 







información. Al parámetro  involucrado en esta selección de  los nodos a activar se  le conoce 
como “γ” ó  tradeoff parameter. Mediante el ajuste empírico de este parámetro se consigue 








La  principal  diferencia  con  Difusión  Directa  es  la  consideración  del  aumento  de  la 
productividad  junto  con  el  coste  de  comunicación.  En  CADR,  cada  nodo  evalúa  un  índice 
información/coste y encamina  los datos basándose en el gradiente  información‐coste  local y 
los  requerimientos  del  usuario  final.  En  IDSQ,  el  nodo  que  consulta  puede  determinar  qué 
nodo  le puede proporcionar  la  información que requiere con el menor coste energético. Los 











planificación de  la consulta para el procesado de  la misma dentro de  la red, consiguiendo de 
esta forma reducir drásticamente el consumo de recursos y, por lo tanto, aumentar el tiempo 
de vida de la red. Empleando agregación de datos en la red se puede reducir el consumo, pero, 
































inteligente,  basada  en  conseguir  la máxima  resolución  de  la  consulta  por  sucesivos 
nodos. 
5. A medida que la consulta va profundizando en la red, se va haciendo más “pequeña”, 
















La  técnica de Difusión Directa no  se emplea para  resolver  consultas  complejas debido a  las 















 Conforme  el  valor  d  aumenta,  el  comportamiento  del  protocolo  se  aproxima  a  un 
comportamiento  equivalente  a  la  inundación  clásica,  con  los  problemas  que  esto 
conlleva, siendo el caso límite cuando su valor se aproxima al diámetro de la red. 
 
 Por  el  contrario,  si  d  toma  valores  pequeños,  el  número  de  actualizaciones  es 













óptimo desde el punto de vista del  tiempo de vida de  la  red y  la conectividad a  largo plazo 
[SHAH02]. El problema en potencia que suele ocurrir en los protocolos que siempre aplican el 
camino de menor coste energético para sus  transmisiones es que  los nodos  involucrados en 
este  camino  terminan  por  agotar  su  batería mucho  antes  que  el  resto,  lo  que  provoca  la 
partición  de  la  red.  Por  lo  tanto,  el  objetivo  de  este  protocolo  es  encontrar  caminos  sub‐
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consiste en  incrementar  la  longevidad de  la red no siempre seleccionando el camino óptimo, 
sino alternándolo con elecciones de caminos sub‐óptimos. De esta  forma se asegura que  los 
nodos  pertenecientes  al  camino  óptimo  no  se  agoten  prematuramente  y  la  red  vaya 





vez,  la  posibilidad  de  elegir  varios  caminos  de  entre  un  conjunto  de  caminos  sub‐óptimos, 
añade tolerancia a fallos a la red de sensores. 
 
Cuando  se  compara  con Difusión Directa, este protocolo  logra un 44% de  incremento en el 








a  su  carácter proactivo, necesario para el mantenimiento de  los  conjuntos de  caminos  sub‐










únicamente  grandes  redes  donde  los  nodos  poseen  altas  restricciones  de  movilidad.  La 
topología usada por los autores se basa en la construcción de pasos aleatorios (random walks) 


































De  esta  forma,  el  algoritmo  es  sencillo  debido  a  que  los  nodos  no  han  de  mantener 
información  de  estado  alguna.  Además,  se  pueden  elegir  diferentes  rutas  en  diferentes 




Como se ha visto a  lo  largo de  los protocolos y estrategias algorítmicas anteriores,  las redes 
planas tienden a la creación de algoritmos de enrutamiento basados en consultas (queries) y a 
abstraer  la  topología de red como si de una gran base de datos se  tratara, haciendo que  las 
retransmisiones  y  el  problema  del  ahorro  energético  se  transformen  en  una  problemática 
centrada  en  cómo  resolver  y  propagar  dichas  consultas.  Algunas  soluciones  abordan  el 
problema mediante  inundación  (flooding),  descartándose  directamente  debido  al  excesivo 
coste  y  los  problemas  de  latencia,  congestión  e  inviabilidad  de  QoS  que  conllevan.  Otros 
protocolos  apuestan  por  simplificar  dicha  inundación  convirtiéndola  en  una  difusión 
controlada  a  sus  vecinos  ó  dividiendo  la  consulta  general  en  partes  más  pequeñas,  cuya 
resolución  en principio debe  ser más  sencilla; pero  la  verdadera  solución para  abordar  con 
garantías el problema de sobrecarga y la poca escalabilidad que poseen todos estos esquemas 














El enrutamiento  jerárquico ó basado en clústeres, originario de  las redes  interconectadas por 
cable, es una técnica bien conocida y con ventajas especiales relacionadas con la escalabilidad 
y  eficiencia  en  sus  comunicaciones.  Como  tal,  el  concepto  de  encaminamiento  jerárquico 
también  se  ha  aplicado  para  lograr  eficiencia  energética  en  WSNs.  En  una  arquitectura 
jerárquica,  los  nodos  con  gran  cantidad  de  energía  pueden  ser  empleados  para  procesar  y 
enviar  la  información mientras que  los nodos de baja energía pueden ser usados únicamente 
para  labores  de  sensorización  en  regiones  cercanas  al  objetivo.  Esto  quiere  decir  que  la 
creación de  clústeres  y  la asignación de  tareas especiales a  sus Clúster Heads  (CHs) pueden 
contribuir  enormemente  a  la  escalabilidad  del  sistema,  su  tiempo  de  vida  y  su  eficiencia 
energética. 
 
El  encaminamiento  jerárquico  es una manera  eficiente de disminuir  el  consumo de  energía 







LEACH  [HEINZEL00]  es  un  protocolo  basado  en  clústeres.  LEACH  selecciona  aleatoriamente 
unos pocos sensores como CHs y turna este rol para distribuir la carga energética entre todos 
los  nodos  de  la  red.  En  LEACH,  cada  nodo  CH  comprime  la  información  procedente  de  los 
nodos que pertenecen a su clúster (agregación) y envía el resultado al sumidero para reducir la 
cantidad  de  información  que  debe  ser  transmitida  a  la  estación  base.  LEACH  emplea 








Las operaciones de LEACH están organizadas en dos  fases:  la  fase de configuración o  set‐up 
phase y  la  fase de operación o steady‐state phase. En  la  fase de configuración, se eligen  los 
CHs  y  se  organizan  los  clústeres.  En  la  fase  de  operación,  se  realizan  las  transferencias  de 






nodos  restantes  que  no  son  CHs,  denominados  nodos  hoja  deciden  el  clúster  al  que 
pertenecerán.  Esta  decisión  se  basa  en  la  potencia  con  la  que  ha  llegado  el mensaje  de 





























clúster  y  basándose  en  el  número  de  nodos  que  lo  forman,  el  CH  crea  una  planificación  y 
asigna un slot de tiempo a cada nodo hoja del clúster para transmitir sus datos (figura 2.14). 
Esta planificación se transmite a los demás nodos hoja mediante mensajes de difusión. 
ADV                    Join- REQ                   SCH
Configuración















Durante  la  fase  estable  o  de  operación,  los  nodos  pueden  empezar  a  sensorizar  e  ir 
transmitiendo  la  información  a  sus  respectivos  CHs  (figura  2.15).  El  nodo  CH,  después  de 
recibir  la  información de  todos  los nodos hoja del  clúster,  la agrega y  la envía al    sumidero 
usando  single‐hop  (transmisión  directa  al  sumidero),  opción  muy  criticable  en  muchos 












Flujo de datos dividido en tramas
Tramas en ranuras de tiempo
Las ranuras contienen los datos 















LEACH  instaura una  idea novedosa al  turnar el rol de CH entre  la  totalidad de sensores para 










Aunque  LEACH  es  capaz  de  incrementar  sustancialmente  la  vida  de  la  red,  existen  ciertos 
aspectos problemáticos relacionados con las asunciones iniciales empleadas por el algoritmo: 
 
 LEACH asume que  todos  los nodos pueden  transmitir  con  suficiente potencia  como 
para  alcanzar  el  sumidero  si  fuera  necesario  y  que  cada  nodo  tiene  potencia 
computacional    como  para  soportar  diferentes  protocolos MAC.  Por  tanto,  no  es 
aplicable a  redes desplegadas  sobre grandes  regiones, e  introduce una  complejidad 
mínima  del  nodo.  El  considerar  aunque  sea  de  lejos  que  el  sensor  deba  transmitir 































 También  se  asume  que  los  nodos  siempre  tienen  datos  que  enviar  y  que  nodos 
situados cerca poseen  información correlacionada. Esto no es así en  todos  los casos 
aunque si es una suposición viable. 
 
 No  es  trivial  garantizar  que  los  CHs  predeterminados  van  a  estar  distribuidos 
uniformemente por la red. De hecho, existe la posibilidad de que los CHs electos estén 
concentrados únicamente en una zona de la red por lo que algunos nodos no tendrán 
ningún  CH  en  sus  proximidades  y  no  podrán  asociarse  a  ningún  clúster  existente, 
provocando una reducción sustancial en la productividad y el tiempo de vida de la red. 





adquirida  en  el  consumo  energético.  Esto  es  salvable  en  el  caso  en  el  que  se 




escalabilidad es media‐alta, siempre y cuando se  tenga en cuenta  la  importancia de 
mantener controlada la sobrecarga en las iteraciones de las rondas del protocolo. 
 












éste  no  ofrece  garantías  sobre  la  localización  y/o  cantidad  de  CHs.  Usar  un  algoritmo 
centralizado  para  la  formación  de  los  clústeres  puede  dar  lugar  a  mejores  resultados, 





actual,  pre‐programada  en  el  mismo  u  obtenida  mediante  técnicas  de  posicionamiento 
(posiblemente  mediante  posicionamiento  global  GPS),  y  sobre  sus  niveles  de  energía  al 
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que  llega dicho momento.  La  fase  estable de  comunicación de  LEACH‐C  es  idéntica  a  la de 
LEACH. 
 
Para  la  realización  de  las  simulaciones  y  posterior  comparación  con  otros  protocolos,  los 
























































por  unidad  de  energía  un  40%  superior  que  LEACH.  Las  técnicas  de  clustering  estático  no 
consiguen un buen rendimiento cuando  los nodos tienen restricciones de energía severas. En 
el caso de MTE, la razón se basa en que cada mensaje tiene que pasar por diversos saltos hasta 





energética  en  entrega  de  información,  en  comparación  con  clustering  estático  o MTE,  los 
cuales no  realizan computación  local, con el  fin de  reducir  la cantidad de datos a enviar, en 
forma de agregación ni compresión. 
 
Respecto  a  la  comparación de  LEACH  con  LEACH‐C,  se  ve  claramente que  LEACH no  es  tan 
eficiente como LEACH‐C. Esto es debido a que en LEACH‐C la formación de clústeres se realiza 
basándose en el conocimiento global de  la posición y energía de todos  los nodos de  la red, y 
por  tanto  optimiza  los  mismos  de  forma  que  requieran  menos  energía  para  realizar  sus 
transmisiones. 
 
En  lo  que  a  tiempo  de  vida  se  refiere,  la  figura  2.19  (a) muestra  el  número  de  nodos  que 
quedan  vivos  en  función  del  tiempo  de  simulación.  Se  observa  como  en MTE  los  nodos  se 
mantienen vivos  largos periodos, pero ello se debe a que se envía al sumidero una cantidad 
sustancialmente menor  de  datos,  no  porque  el  protocolo  posea  eficiencia  energética.  Si  se 
representan el número total de nodos que quedan vivos en función de la información recibida 



















































Los  métodos  basados  en  clustering  estático  consigue  unos  resultados  pobres  debido, 
fundamentalmente,  a  que  los  nodos  que  actúan  de  CH  agotan  rápidamente  su  energía, 
haciendo por tanto inaccesibles a todos los nodos que pertenecían a su clúster. 
Los  autores,  pues,  demuestran  la  potencia  de  LEACH‐C  en  comparación  a  anteriores 
estrategias, debido principalmente a la idea de traspasar la sobrecarga de la formación de los 
clústeres al sumidero,  la cual no tiene ni de  lejos  las mismas restricciones de energía que  los 
nodos de  la  red, es un buen enfoque, centralizando esa  fase del algoritmo y  liberando a  los 











estos mecanismos,  ya  sea  por  cuestiones  de  ahorro  energético  o  de  producción,  o 
bien complica extraordinariamente la fase de despliegue de la red. 
 
• Los  nodos  deben  enviar  en  cada  ronda  su  información  de  posicionamiento  y  de 
energía  al  sumidero,  creando una  sobrecarga  adicional  en  el protocolo debido  a  su 
centralización,  y  que  puede  traer  nuevos  problemas  de  consumo  y  latencia  en  las 
decisiones. 
 
• Aun teniendo en cuenta que  la centralización del protocolo en  la fase de creación de 
clústeres  es  una  estrategia que  libera  a  los nodos de  tomar decisiones  sub‐óptimas 
sobre  sus  clústeres  y  su  agrupamiento,  se  echan  en  falta  análisis  empíricos  que 
demuestren que este enfoque obtiene mejores resultados de consumo que algoritmos 
distribuidos. No queda patente si el beneficio de un algoritmo de estas características 
supera  las  desventajas  en  cuanto  a  sobrecarga  en  los  mensajes  de  advertencia 
requeridos por  el  algoritmo para que  la  sumidero  tome decisiones.  Esta  sobrecarga 






realizada por  los propios nodos usando un  algoritmo  voraz o, por el  contrario, el  sumidero 
puede computarla y luego distribuirla mediante broadcast a todos los sensores. La información 
recogida  se  transferirá  de  nodo  en  nodo  por  la  cadena,  se  fusionará  y  eventualmente,  un 
















Para  localizar el vecino más próximo en PEGASIS, cada nodo emplea  la potencia de  la  señal 
para estimar la distancia a cada uno de sus nodos vecinos y posteriormente ajusta la potencia 
de dicha señal, de modo que únicamente un nodo pueda escucharle. La cadena en PEGASIS 
está  formada  por  aquellos  nodos  que  están más  cerca  los  unos  de  los  otros  y  forman  un 












 Construir una cadena minimizando  la  longitud  total es  similar al  típico problema del 
“viajante de  comercio”. Este problema pertenece al conjunto de problemas  llamado 











 Debido a que  la  solución adoptada por el algoritmo depende exponencialmente del 
número de nodos, a altas cargas se produce un problema de  latencia que se agrava 







 Puede  ocurrir  que  algunos  nodos  tengan  vecinos  que  se  encuentren  relativamente 
lejos  dentro  de  la  cadena.  Estos  nodos  disiparán  más  energía  en  cada  ronda  en 










la  formación  de  clústeres  que  impone  LEACH  y  por  la  reducción  de  transmisiones  de 
información y recepción a causa de la agregación. Aunque se evite la sobrecarga por parte del 
clustering,  PEGASIS  sigue  necesitando  ajustes  dinámicos  en  la  topología  debido  a  que  los 
nodos necesitan saber acerca del estado energético de sus vecinos con el fin de saber dónde 
dirigir  los datos. Este ajuste en  la  topología de  las cadenas puede  introducir una sobrecarga 
adicional  considerable,  especialmente  en  redes  altamente  utilizadas  como  ya  se  dijo  en 
párrafos anteriores. Además, PEGASIS asume que cada sensor es capaz de comunicarse con el 
sumidero directamente y que todos  los nodos poseen  la misma cantidad de energía, al  igual 
que en LEACH, luego posiblemente se agoten más o menos al mismo tiempo. 
 
Una  extensión  de  PEGASIS,  llamada  hierarchical‐PEGASIS  [SAVVIDE01],  se  desarrolla  con  el 
objetivo de disminuir el  retardo  inducido por  la  longitud de  la cadena de  transmisión de  los 
paquetes hacia el sumidero. Con este propósito, se estudian enfoques basados en transmisión 
simultánea de datos  con el  fin de evitar  colisiones.  Se propone que únicamente  se permita 
transmitir a  la vez a  los nodos que estén  físicamente  separados dentro de  las cadenas. Este 
protocolo basado en cadenas y nodos con capacidad CDMA, construye múltiples cadenas de 












Este  método  se  asegura  la  transmisión  en  paralelo,  reduciendo  el  retardo.  Este  tipo  de 








[MANJESH01],  los  nodos  sensorizan  el  medio  continuamente  pero  la  transmisión  de  la 
información se hace de una forma menos frecuente. Cada nodo CH envía a los miembros de su 
clúster  un  umbral  superior,  que  impide  la  transmisión  de  valores  atributo  que  se  está 
sensorizando por debajo del mismo, y un umbral inferior, que es el cambio mínimo en el valor 
del atributo sensorizado que produce  la transmisión de un nuevo mensaje. De esta forma, se 










que  sirven  como enlaces de  comunicación entre ellos mismos  y el  sumidero.  La  figura 2.22 
muestra la topología de red creada: 
 
c0     c1     c2      c3      c4 c5     c6      c7     c8      c9 c10      c11…c18      c19… c90      c91…c98       c99
Sumidero
c8     c18      c28      c38       c48 c58      c68      c78       c88       c98      
c18        c68










 Los  nodos  se  agrupan  formando  clústeres  como  en  LEACH,  designando  a  un 
representante del clúster como único nodo que se comunica con el segundo nivel de 
CHs, donde la comunicación con el sumidero es directa y en single‐hop. Esta topología 
en  forma de árbol  jerárquico presenta  las mismas ventajas que LEACH pero TEEN no 
contempla mecanismos para  la rotación alguna de  los roles, sino que confía en otros 
mecanismos (umbrales) para reducir el consumo. Este enfoque no presenta una gran 
viabilidad  en  lo  que  a  dispersión  y  distribución  del  consumo  se  refiere,  por  lo  que 












y  el  tipo  de  aplicación,  respondiendo  mejor  a  eventos  críticos.  Podemos  observar  los 
diagramas operacionales de TEEN y APTEEN en  la figura 2.23. En APTEEN,  los CHs transmiten 




1º nivel Cluster Head





planificación  TDMA que debe  seguir  cada nodo. Dicha planificación  combina políticas  tanto 











de  funciones  basadas  en  umbrales  las  cuales  poseen  un  coste  y  complejidad  altos.  Ambas 
aproximaciones  poseen  deficiencias  en  cuanto  a  eficiencia  en  el  mantenimiento  de  su 
topología  y  la dispersión  de  sus mecanismos de  actualización, que  si bien  incorporan  ideas 
buenas, como  la  topología  jerárquica en dos niveles, no  terminan de encontrar una solución 





sensores,  ayudándose  de  receptores GPS. MECN  identifica  una  región  de  acción  para  cada 
nodo. Dicha  región consiste en un área circundante, a  través de  la cual  transmitir mediante 
esos nodos es más eficiente energéticamente que Difusión Directa. La idea principal de MECN 
es encontrar dicha subred, que tendrá un número menor de nodos y requerirá menos energía 
para  realizar  transmisiones entre dos nodos. De esta  forma,  se encuentran  rutas de mínimo 
coste  energético  sin  tomar  en  consideración  a  todos  los  nodos  de  la  red.  Esto  se  realiza 




En MECN se asume que cualquier nodo puede  transmitir a cualquier otro nodo de  la  red,  lo 
cual  no  es  siempre  posible,  ya  sea  por  obstáculos  o  porque  la  red  no  tiene  por  qué  ser 




































ruta empleada es una de  las que  requiere menor  consumo.  Todo ello muestra desventajas 




En  SOP  [SUBRAMA01],  se  diseña  una  arquitectura  donde  cada  nodo  posee  sus  propias 
capacidades  y  funcionalidades.  Los  tipos  de  nodos  presentes  en  la  arquitectura  son  los 
siguientes: 
 




2. Sensores  especializados,  los  cuales  sensorizan  el  medio  ya  sea  para  monitorizar 
parámetros climáticos como temperaturas, presión, humedad, etc. ó para actuar como 








3. Router  sensors,  los  cuales  actúan  como  enrutadores  o  como  diseminadores  de  los 
datos. Estos nodos se auto‐organizan para  formar el esqueleto  (troncal) de  la red de 
sensores.  En  la  arquitectura  SOP  se  asume  que  estos  nodos  son  estrictamente 
inmóviles ya que si  fueran móviles,  la  troncal de  la  red necesitaría estar en continua 
reorganización, lo que puede ser muy costoso. 
 
4. Nodos  agregadores,  los  cuales  aportan  las  funcionalidades  de  agregación  de  la 
información,  comprimiéndola  y  agregándola  antes  de  enviarla  a  otro  nodo.  Esta 





que  actúan  como  routers,  diferenciándolos  de  otros  sensores  que  realizarán  labores  de 
sensorización, conlleva las siguientes ventajas: 
 
‐ El  proceso  de  diseminación  y  enrutamiento  de  la  información  está  totalmente 
separado del proceso de sensorización o descubrimiento de  la  información. En otras 
palabras,  los nodos especializados se encargan de extraer  los datos mientras que  los 
router sensors son los encargados de distribuir dichos datos. 
 
‐ Es bien  conocido el hecho de que el  consumo de energía usando N  saltos  cortos es 
aproximadamente N  veces menor que el  consumo energético para 1  salto  largo.  La 
presencia  de  estos  router  sensors hace que  la mayoría de  los  saltos  en  la  red  sean 
cortos en vez de largos, ayudando a reducir el consumo de energía. 
 
‐ La  presencia  de  una  gran  cantidad  de  router  sensors  en  la  troncal  de  la  red  puede 
incrementar el tiempo de vida y la tolerancia a fallos de la red. El ratio router sensors‐





El  algoritmo  que  se  sigue  en  el  protocolo  permite  la  auto‐organización  de  un  conjunto  de 
sensores  aleatorios dispuestos  en un  área  concreta.  Los  router  sensors  se  reorganizan  ellos 
















con el  fin de  ahorrar energía,  ya que  el  consumo  en  transmisión es proporcional  al 
cuadrado – al menos – de la distancia entre fuente y destino. 
 









la  red. El grafo de difusión posteriormente  se  convierte en un  grafo acíclico 
dirigido orientado hacia el nodo sumidero en  la red. La construcción de estos 
grafos  permite  añadir  tolerancia  a  fallos  a  los  nodos,  haciendo  que  varios 
nodos  sean  accesibles  mediante  múltiples  rutas.  En  WSNs,  los  grafos  de 
broadcast  consumen  más  energía  que  los  árboles  broadcast  y  por  ello  se 
convierte  en  un  grafo  acíclico  dirigido,  eliminando  posibles  bucles.  Estas 
medidas  pueden  disminuir  el  consumo  energético  en  gran medida,  pero  la 
propia  construcción  de  grafos  de  broadcast,  con  el  gasto  que  ello  conlleva, 
para convertirlos posteriormente en grafos acíclicos, provoca una sobrecarga 














envía un mensaje “estoy vivo”  (heartbit) a  sus vecinos cada 30  segundos. En 
monitorización  pasiva,  cada  nodo  manda  dicho  mensaje  únicamente  por 
demanda.  El  empleo  de  heartbits  en  este  tipo  de  protocolos  donde  la 
sobrecarga  y  el  consumo  son  primordiales,  parece  una medida  errónea.  La 
elección  del  modo  pasivo  debe  ser  mayoritaria  o  incluso  incorporar 
mecanismos de tolerancia a fallos no basados en envío constante de mensajes. 
Puede  ser  una  buena  idea  para  conseguir  dicha  tolerancia  a  fallos  sin 
necesidad de añadir carga extra de mensajes. 
o Cada  nodo  actualiza  constantemente  su  tabla  de  enrutamiento  sobre  el 
siguiente salto   en el camino de menor energía y sobre el camino de menor 













4. Fase de auto‐reorganización: en esta  fase,  los nodos que detecten una partición de 
algún grupo ó  isla, o el  fallo de un nodo,  cambiarán  sus  tablas de enrutamiento en 
función de la nueva topología de red. Si un nodo constata el fallo de todos sus vecinos, 





Se  ha  constatado  que  la  energía  consumida  por  la  difusión  de mensajes  es menor  que  la 
consumida en el protocolo SPIN. Sin embargo, el protocolo no se puede considerar on‐demand 
y menos aún en la fase de organización de la jerarquía, la cual introduce una sobrecarga extra 
que  puede  ser  muy  costosa  en  términos  energéticos.  La  idea  básica  de  organización  en 
jerarquía de los nodos, aplicando diferentes roles a los sensores y agrupándolos para gestionar 




tanto de mensajes como de actualizaciones de  las  tablas en  los que  incurre el algoritmo, ya 




















Se  trata  nuevamente  de  un  protocolo  que  emplea  agregación  de  la  información  y 
procesamiento dentro de  la red para aumentar el tiempo de vida de  la misma  [ALKARAK04]. 
Debido al hecho de que los nodos son estáticos o de movilidad reducida (cierto en la mayoría 
de  las  aplicaciones de  redes  inalámbricas de  sensores), una  asunción  razonable  consiste  en 
componer  una  topología  fija.  Se  suelen  emplear  clústeres  cuadrados  para  obtener  una 
topología virtual rectilínea. Dentro de cada zona, se selecciona un CH. La agregación se realiza 
en  dos  niveles;  primero  localmente  y  luego  globalmente.  En  el  caso  que  nos  ocupa  ,  al 






















HPAR  [QLI01] divide  la  red en  grupos de  sensores. Cada  grupo  geográficamente  cercano  se 
configura como un clúster zonal y cada uno de éstos se trata como una entidad. Para labores 
de  encaminamiento,  a  cada  zona  se  le  permite  decidir  cómo  va  a  encaminar  el mensaje 
jerárquicamente a través de las demás zonas para conseguir minimizar el consumo de energía. 
Los mensajes son encaminados a través de la ruta que presenta la máxima reserva de energía 
de entre  todos  los caminos de mínima energía  restante; a este camino  se  le denomina  ruta 
max‐min. 
 
La  motivación  es  que  usar  los  nodos  con  alta  energía  residual  puede  ser  más  caro  en 
comparación con el camino de menor consumo energético. Para conseguir esto,  los autores 
desarrollan un algoritmo llamado max‐min zPmin, el cual tiene como idea principal el balanceo 










residual  de  la  red.  Por  ello,  el  algoritmo  trata  de mejorar  una  ruta max‐min,  limitando  su 
consumo de energía. 
 





TTDD  [YE02]  proporciona  una  entrega  eficiente  y  escalable  a múltiples  sumideros móviles. 
Cada fuente de  información construye proactivamente una malla que utiliza para diseminar y 







lo que  la aplicabilidad del protocolo queda reducida. Para  la retransmisión de  la  información 





‐ Cuando el  sumidero necesita  información,  realiza una consulta mediante  inundación 
en un área local del tamaño de una celda con el fin de descubrir nodos diseminadores 
cercanos. El sumidero especifica una distancia máxima de  la consulta para que dicha 
consulta  cese  de  distribuirse  por  los  nodos  que  están  a  cierta  distancia  de  ella, 
limitando en cierta manera la sobrecarga de la inundación, aunque no eliminándola. 
 
‐ Una vez que  la consulta alcanza un nodo diseminador, denominado nodo  inmediato 








que  finalmente alcanza  la  fuente. Durante  todo este proceso cada uno de  los nodos 











Aunque  TTDD  es  una  aproximación  relativamente  eficiente,  existen  varias  cuestiones  a 
mejorar  respecto  a  cómo  el  algoritmo  obtiene  la  información  local,  imprescindible  para 
configurar la estructura en malla: 
 
 La  longitud  del  camino  de  retransmisión  es mayor  que  la  longitud  del  camino más 
corto.  Los  autores  de  TTDD  creen  que  la  suboptimalidad  en  la  longitud  del  camino 
merece la pena en comparación con la ganancia en la escalabilidad.  
 





 Comparando  los  resultados  entre  TTDD  y  Difusión  Directa,  TTDD  puede  alcanzar 
mayores  tiempos  de  vida  en  la  red.  Sin  embargo,  la  sobrecarga  asociada  con  el 






lo  cual  no  es  energéticamente  viable  en WSNs,  sobre  todo  comparado  con  otras 
estrategias que aún no usando GPS consiguen soluciones eficientes. 
 
2.3.11  Energy‐efficient  Distributed  Dynamic  Diffusion  routing  algorithm 
(e3D) 
e3D [RAICU04] pretende aumentar la vida de la red distribuyendo de la mejor manera posible 
la  carga energética entre  la  totalidad de  los  sensores. Cualquier protocolo de  comunicación 
que  implique  sincronización  entre  los  nodos  incurre  en  una  sobrecarga  extra  debido  a  la 
inicialización en  la comunicación. Con este protocolo se pretende determinar, comparándolo 
con otras  estrategias  conocidas,  si  los beneficios de un  algoritmo más  complejo  eclipsan  la 
sobrecarga  inducida por  la  sincronización  requerida por  cada nodo para  comunicarse. Cada 
nodo podría tener conocimiento total sobre la topología de la red y la energía de cada nodo y 















principal  preocupación  es  que  no  se  realiza  de  manera  totalmente  eficiente  la 




3. Clústeres  aleatorios,  similar  a  LEACH.  La  principal  ventaja  de  este  algoritmo  es  la 
distribución en la disipación de energía alcanzada mediante la elección aleatoria de los 






























o Además de  todo  lo que el algoritmo básico de difusión  realiza, cada nodo construye 
una  lista  de  posibles  vecinos  y  los  ordena  por  preferencia.  Cada  vez  que  un  nodo 











o Se producirán mensajes de excepción,  los  cuales provocan que el emisor no mande 
nada nunca más a dicho vecino, cuando el emisor detecte que el receptor tiene menos 
energía que él, concretamente menos del 50%. Este mecanismo permite minimizar  la 





su  energía,  los  restantes  enviarán  directamente  al  sumidero.  Este  coste  de 
sincronización  según  los  autores  es mínimo  y  dependiente  de  la  aplicación,  pero  el 




Los  autores  no  dejan  constancia  de  los  detalles  del  algoritmo,  únicamente  comparan  sus 










Se  deja  constancia  de  que  el  enfoque  clusterizado  es  una  buena  opción  para  un  buen 
rendimiento energético, aún cuando ellos no lo emplean. Teniendo esto en mente, los autores 
proponen  futuros  trabajos basados en clustering  jerárquico con agregación, puesto que e3D 














EECR  [LILI06]  desarrolla  un  enfoque  jerárquico  similar  a  los  protocolos  vistos  hasta  el 
momento. Comparándolo con LEACH, se ven mejoras significativas en el ahorro energético. El 
algoritmo  propone  que  la  formación  de  los  clústeres  y  la  elección  de  los  CHs  se  realice 



















entrante.  Cuando  el  CH  recibe mensajes  de  unión  a  su  clúster,  éste  asigna  al  nodo 
solicitante un slot de tiempo para transmitir datos. 






divide el  conjunto de  sensores,  sabemos que dicha  forma de  trabajar asume que el 
sumidero está en cobertura con la totalidad de los nodos, lo cual no es siempre posible 




2. Fase  de  comunicación  de  información,  que  consta  de  tres  partes:  Adquisición  de 




energía,  cada  nodo  dejará  de  transmitir  durante  los  slots  de  tiempo  que  no  le 
pertenecen. 
Una vez que la información de todos los nodos ha sido recibida por el CH, éste realiza 



































































forman  los  clústeres.  La  distribución  de  la  energía  siempre  es  mejor  cuando  se  tienen 
mecanismos de formación de clústeres y jerarquización buenos, por lo que adquirir ideas sobre 
estos  campos  y  fusionarlas  con  otras  estrategias  anteriores  que  hayan  tenido  buenas 




refiere,  al  igual  que  destacamos  similares  conceptos  en  SOP  o  LEACH,  pero  consideramos 





















2. El  fenómeno de  largas distancias, en el  cual  las  transmisiones  inalámbricas de  larga 









 Realizando  compresión  y  agregación  en  los  nodos  intermedios  del  encaminamiento 
hacia  el  CH,  se minimiza  el  trabajo  que  deba  hacer  el  CH  pero  a  costa  de  añadir 
latencia  en  el  proceso  de  adquisición  de  los  datos,  y  complicando  las  funciones  a 
realizar por nodos distintos del CH, y por tanto aumentando su consumo energético, 
comprometiendo  la durabilidad de  la red, ya que se está realizando un trabajo en  los 
sensores que se debe hacer en los CHs.  
 La selección de los CHs se hace en función de su aptitud para cumplir con las misiones 






Además,  cuando  el  número  de  nodos  dentro  del  clúster  es  alto,  las  cadenas  formadas  son 




Una mejor  opción  sería  no  realizar  encaminamiento  alguno  dentro  del  clúster  sino  que  los 









completo  para  seleccionar  el  siguiente  hop.  Emplear  siempre  el  camino  de menor 













‐ Encaminamiento  intra‐cluster  : Cuando  los nodos transmiten  la  información al CH, se 
propone un nuevo método para el envío a través de la cadena. Basándose en la teoría 
de la desigualdad triangular del consumo de energía en las WSNs, el algoritmo trabaja 




forwarding,  T  entonces  pertenecerá  al  área  limitada  por  el  ángulo  y  el  nodo  D 
encaminará  los datos hacia  T.  Si  esto  no  se  cumpliera, D debería buscar otro nodo 







































Además,  este  método  de  intra‐clúster  encaminamiento  conlleva  altas  latencias  debido  al 
encaminamiento  al  que  se  ve  sometida  la  información  dentro  del  clúster,  en  vez  de 
transmitirse directamente al CH en single‐hop. 
 





de  los  CHs  hacen  que  algunas  zonas  de  la  red  queden menos  pobladas  de  éstos  o  incluso 










2. Exceptuando  el  sumidero,  todo  nodo  emplea  la  misma  potencia  de  transmisión 
durante  la formación de  los clústeres, por  lo que se desaprovecha el ahorro derivado 
de ajustar al mínimo el radio de transmisión. Empleando este ajuste, los nodos dentro 












E(DT) + E(TC) < E(DC)






























a. Wd  es  el  peso  que  determina  la  construcción  del  árbol,  donde  Wd  =  1  / 
DistanciaBS. Sucesivos broadcast de este parámetro conforman un orden en los 





criterio padre‐hijo es única y por  lo  tanto en el árbol de CHs,  cada nodo  tendrá 
únicamente un hijo. Esto difiere en gran medida en el protocolo propuesto en  la 
presente  tesis  donde  en  el  árbol  de  CHs,  éstos  pueden  poseer más  de  un  hijo 
dentro  del  árbol,  por  lo  que  la  agregación  y  fusión  de  los  datos  tiene mayor 
sentido. 
 









polling  intra‐clúster o ACKs para conseguir  realizar el envío de  los datos de  la mejor 
manera  posible. UDACH  no  da  detalles  el  respecto  sobre  cómo  dichos  datos  llegan 
paso  a  paso  hasta  el  sumidero  ni  qué mejoras  se  incorporan  respecto  a  anteriores 





o UDACH  no  presenta  ningún mecanismo  de  tolerancia  a  fallos  en  los  CHs  ni  en  los 
sensores, aspecto vital cuando se habla de árbol inter‐clúster ya que la caída de un CH 
es fatal tal y como se ha planteado en UDACH la construcción del árbol. En el protocolo 
propuesto  se  dispone  de mecanismos  de  control  de  fallos  en  los  nodos  así  como 
restitución de la funcionalidad del árbol ante cualquier error en los CHs por lo que su 
robustez es más amplia. 
o En  lo  referente  a  coste  temporal  de  las  comunicaciones,  tampoco  se  dan  cotas 
máximas  ni  mínimas  para  las  comunicaciones  con  el  sink  por  lo  que  las  posibles 





sumidero‐nodos  y  comunicación  P2P,  por  lo  que  aprovechando  el  flujo  de 
comunicación entre los CHs y su clúster, se pueden dar órdenes provenientes del sink 
para  cambiar  aspectos  o  parámetros  en  los  nodos.  La  comunicación  P2P  brinda  la 
posibilidad  de  enviar  directamente  información  entre  dos  nodos  cualesquiera, 





Para  evaluar  el  rendimiento  del  protocolo,  éste  se  compara  con  LEACH  y  LEACH‐C  en  dos 
entornos:  (1) BS  localizada en  (50, 100) y área de 500x500m con N = 100 nodos distribuidos 

















radical  conforme  la  red aumenta de  tamaño  y esto es  consecuencia de que en  LEACH  y en 
LEACH‐C  la  disipación  de  energía  debido  a  transmisión  es  proporcional  a  la  distancia  entre 
nodos,  luego una  red más extensa,  conservando el mismo número de nodos y por  lo  tanto 
incorporando mayores distancias entre ellos, significa un gasto desproporcionado, palpable en 































































de rendimiento  incorporando estas nuevas estrategias que pueden  ir en  la dirección correcta 
siempre y cuando la sobrecarga de mecanismos como estos se controle. Como siempre se ha 
ido remarcando, consideramos la construcción de estructuras de datos simples y eficientes en 
el  enrutamiento  inter‐clúster  como  una  medida  apropiada,  apostando  por  ello  y  por 
mecanismos de elección basados en energía remanente, tal y como muestra UDACH. Queda en 















Como  ya  se apreció  con  anteriores protocolos, el enfoque  clusterizado  con  árbol  jerárquico 
obtiene buenos  resultados en  lo que a eficiencia energética se  refiere. Con esta misma  idea 







o  sumidero  directamente.  Esta  capacidad  no  conlleva  distinción  alguna  en  las 
bondades  del  protocolo  ya  que  normalmente  la  distancia  entre  los  nodos  y  el  sink 
suele ser grande y transmisiones grandes conllevan un mayor gasto. Aunque se tenga 
la capacidad de transmitir a grandes distancias siempre es mejor adecuar  la potencia 
de  las  transmisiones al  rango de actuación  requerido, ya sea dentro del clúster o de 
manera más refinada. 




disponer  los sensores en  la zona, todos posean  la misma energía  inicial. Lo que ya no 
es asumible es que todos disminuyan su batería de manera similar ni que, en un futuro 
a medio o  largo plazo, nuevos nodos conjuntamente con  los anteriores muestren  los 
mismos niveles de energía. 
4. Cada  nodo  posee  información  de  su  localización.  Como  ya  se  vio  en  protocolos 
anteriores,  no  siempre  es  viable  el  proveer  de  GPS  o  algún  otro  mecanismo  de 
localización a los nodos ya que cuanta más circuitería, más consumo. 
5. La  red  de  sensores  no  debe  tener  mantenimiento  humano,  es  decir,  debe  ser 
autónoma. Este es el objetivo de  la  red de  sensores, mantener un  control  sobre un 
proceso externo sin intromisión humana y de manera remota. 















de  las distancias entre  los nodos, extraídas de tablas en  los mismos que se actualizan 






Una  vez  se  han  seleccionado  los CHs,  el  sumidero  puede  calcular  la  distancia  entre 
dichos CHs y  los nodos de acuerdo a coordenadas. Los nodos normales  informarán a 





 Construcción del árbol: el sumidero recogerá  la  información de etiquetas que han  ido 
elaborando  los CHs  y  construye un Árbol de Expansión Mínimo  (Minimum  Spanning 


























 Agregación  de  datos: una  vez  los mecanismos de  enrutamiento  se han  establecido, 
todos los nodos transmiten los datos sensorizados a nodos en niveles superiores. Estos 






























A  continuación,  se  compara  TCDGP  con  Difusión  Directa,  LEACH  y  PEGASIS,  y  a  su  vez  se 






















espera  se  establece  en  función  de  la  energía  residual  y  del  número  de  nodos  vecinos, 
ayudando de esta forma al protocolo a distribuir los CHs. 
 
Los  autores  presentan  EEDUC  como  solución  al  problema  del  hotspot  (punto  caliente)  en 
WSNs. Dicho problema, bien conocido en el mundo de las WSNs, radica en que cuando el radio 
de  transmisión es  fijo en  los nodos,  la cantidad de  tráfico  retransmitido por  los  sensores  se 
incrementa  notablemente  a medida  que  se  reduce  la  distancia  al  sumidero.  Por  ello,  los 
sensores más cercanos al sumidero tienden a agotar antes su energía. Es de vital importancia 
controlar  este  aspecto  en  la  medida  de  lo  posible,  puesto  que  este  efecto  hace  que  la 

















Anteriormente,  en  EEUC  [CFLI05]  (An  Energy‐Efficient Unequal  Clustering),  se  sugirió,  como 
solución al problema, que  los  clústeres más  cercanos el  sink  fueran más pequeños. De esta 
forma, se esperaría que consumieran menos energía en el procesamiento de  los datos  intra‐
clúster y pudieran preservar más energía para  la  tarea del encaminamiento  inter‐clúster. Sin 
embargo, existe la posibilidad de que un CH escoja como nodo siguiente del enrutamiento a un 
sensor de un clúster adyacente, sin considerar el equilibrado del tráfico. En EEDUC, se centran 







Cuando  la  red de  sensores  se  inicializa,  el  sumidero  sincroniza  con  todos  los nodos  con un 
mensaje de advertencia, realizando un broadcast de este mensaje a todos los nodos. Una vez 
los nodos reciben dicho mensaje, calculan su distancia al sumidero sirviéndose de la calidad de 
señal  con  la  que  el mensaje  les  llegó.  Posteriormente,  cada  nodo  realiza  un  broadcast  de 




















CH e  informa de  su  status a  sus vecinos mediante el broadcast de un mensaje de HELLO. El 




                                                              (2.1) 
 
 












































clúster  y  posteriormente  la  envían  al  sumidero  mediante  comunicación  multi‐hop.  En 
estrategias anteriores como LEACH,  la  información viaja hasta el sumidero en 1‐hop, pero ya 
quedó  demostrado  que  esto  incrementa  el  consumo  de  los  CHs  de  forma  sustancial.  Esta 







en función del consumo de  los CHs  individualmente y de  la energía global restante de  la red. 
En  primer  lugar  en  la  figura  2.46  se  puede  observar  como  EEDUC mejora  notablemente  a 
LEACH en cuanto a consumo de los CHs en 15 rondas. La mejora queda casi anulada cuando se 










EEDUC  balancea  el  consumo  de  energía  entre  los  CHs mejor.  En  EEUC,  los  CHs  no  pueden 


























Se  viene  remarcando hasta el momento que el  conocer de manera global  la energía de  los 
nodos para saber qué opciones tomar o cuales no es de vital importancia. El poder saber estos 
valores energéticos no siempre es viable sin provocar sobrecarga en  las comunicaciones y  la 
consecuente  latencia en  las mismas. EEDUC  se basa en este conocimiento para  realizar una 
competición entre  los posibles CHs, con el  fin de optimizar en  lo posible el consumo. Queda 
patente en  las simulaciones que  la mejora con respecto a estrategias anteriores como LEACH 
es  sustancial  pero  también  se  echa  en  falta  alguna  comparación  con  estrategias  de mayor 
calibre  y  no  solo  con  LEACH. De  ese modo  se  podría  saber  en  qué  forma  y  cuánto mejora 
EEDUC a estrategias de última generación. La  línea abierta que deja EEDUC para el equilibrio 




2.3.17  Hierarchical  Tree  based  Energy  efficient  and  Congestion  aware 
Routing Protocol (HTECRP) 
Los autores del protocolo HTECRP  [MOHAJER09] afirman que es eficiente desde el punto de 
vista  energético,  además  de manejar  la  congestión  y  distribución  en  la  red.  En HTECRP  se 
pretenden  emplear  las  mejores  rutas  para  el  tráfico  de  alta  prioridad  y  para  prevenir  la 






































• CF3  (ratio de error):  los enlaces  con alto  ratio de error  incrementarán el 
coste de la función, por ello serán evitados. 
 
Los  CHs  usando  la  información  de  los  nodos,  el  coste  del  enlace  y  el  algoritmo  de 
Dijkstra seleccionan la ruta de menor coste entre cada nodo del clúster y el sumidero. 
Empleando el algoritmo de Dijkstra,  la ruta seleccionada entre cada nodo y el sink es 
óptima, por  lo que el conjunto de  todas  las  rutas  tiene estructura de árbol,  llamado 
árbol de enrutamiento. Si un nodo usa el camino de menor coste  seleccionado para 
transmitir su tráfico, la red consumirá la menor cantidad de energía para dicho tráfico. 
Pero  es  importante  hacer  notar  que,  con  respecto  a  los  parámetros  citados 





de  construir  el  árbol  de  enrutamiento,  lo mejora.  Para  cada  nodo  se  determina  la 
cantidad de  tráfico de  alta prioridad  y  la habilidad de encaminar  los datos de otros 
















enrutamiento  cambia para  equilibrarse  en  la medida de  lo posible, no dejando que 
ningún  nodo  sobrepase  ese  máximo.  Entonces,  los  CHs  poseen  la  suficiente 





entrada  especial  en  la  tabla  para  la mejor  ruta  seleccionada.  Para  cada  uno  de  los 
nodos  vecinos  que  tengan  la menor  distancia  al  sumidero,  se  registra  también  una 
entrada en la tabla. 
 
3. Intercambio de datos: al  finalizar  la  fase de  formación,  todos  los nodos poseen una 
tabla de  enrutamiento.  El objetivo principal de  esta  fase  es determinar  el  siguiente 
salto del enrutamiento para cada paquete entrante. Dependiendo del tipo de tráfico, 
se  considera uno u otro proceso de enrutamiento.  La  tabla de enrutamiento de  los 
nodos debe ser actualizada constantemente para que el nodo no pueda desempeñar 
su  labor  eficientemente. Cuando  la  energía  residual de un nodo baja de un umbral 
especifico α,  informa a  sus  vecinos de  su  condición actual mediante un mensaje de 
broadcast.  Los  nodos  que  reciben  el  este  mensaje,  actualizan  la  entrada 
correspondiente  en  su  tabla  de  enrutamiento.  Asimismo,  estas  tablas  también  se 
modifican cuando los nodos vecinos informan sobre el estado de sus colas. 
 





de  sus  vecinos. En esta  situación,  cuando un nodo  va  a  seleccionar el  siguiente  salto de  su 
enrutamiento, considera dicha longitud de la cola para decidir qué nodo elegir, de forma que  
















El  protocolo  propuesto  controla  bien,  en  comparación,  la  congestión  por  lo  que  pierde  un 
menor número de paquetes. 
 
Una  de  las  razones  primordiales  que  podemos  dar  para  explicar  el  por  qué  los  autores  no 
indican resultados de simulaciones referentes al consumo ni a  la distribución de  la energía es 
porque  el  protocolo  dispone  de  tablas  de  enrutamiento  y  mecanismos  orientados 
principalmente  en  evitar  la  congestión,  por  lo  que  deja  en  segundo  plano  la  eficiencia 
energética.  El  mantenimiento  periódico  de  las  tablas  provoca  una  sobrecarga  adicional, 
además de los mensajes constantes de broadcast para informar a los vecinos de la longitud de 
las  colas, que  si bien  es una medida para  evitar  la  congestión, provoca  sobrecarga  extra  al 
protocolo.  Además,  se  propone  HTECRP  como  protocolo  para  tiempo  real,  pero  viendo  la 






2.3.18  Hybrid  Energy‐effiCient  Tree‐based  Optimized  Routing  Protocol 
(HECTOR) 
HECTOR  [MITTON08]  es  un  protocolo  híbrido  basado  en  árbol  y  energéticamente  eficiente 
basado en dos  conjuntos de  coordenadas virtuales. Uno de estos  conjuntos está basado en 
coordenadas raíz del árbol mientras que el otro se basa en distancias de saltos a  lo  largo de 
varios  hitos  (marcas).  En  el  algoritmo,  el  nodo  que  actúa  como  portador  del  paquete  lo 
retransmite al vecino que optimiza el ratio de coste en consumo en función del progreso en la 
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Debido  a que  la  información de  la posición de  los nodos no  siempre  es  factible  ya que  los 
receptores GPS  son voluminosos, consumen bastante y  son caros, ante  la ausencia de estos 
dispositivos  en  los  nodos  es  necesario  incorporar  algún  tipo  de  nomenclatura  basada  en 
coordenadas  virtuales para  la  localización  geográfica. Estas  coordenadas  virtuales no  tienen 
porque incorporar posicionamiento global. 
 
Los  autores  se  centran  en  el  diseño  de  un  protocolo  escalable  y  basado  en  energía  que 
garantice  la  entrega  en  los  sensores  sin  necesidad  de  mecanismos  conscientes  del 
posicionamiento  de  los  nodos.  En HECTOR,  el  primer  conjunto  de  coordenadas  virtuales  le 












 Libre de bucles: debido a que el enrutamiento se realiza de  forma voraz  lo cual hace 













garantizando  la  entrega  por  sí  solas.  Estas  coordenadas  V  se  emplean  para  computar  la 
distancia de los saltos entre hitos. T(u) es el conjunto de etiquetas que permiten garantizar la 
entrega de  los paquetes. En el caso de que  la red esté conectada,  las coordenadas T otorgan 
un camino entre cualquier par de nodos. 
 
El  proceso  de  etiquetado  T  se  realiza  a  través  de  la  construcción  de  un  árbol.  El  árbol  se 
construye  de  forma  iterativa  desde  la  raíz  hasta  las  hojas.  En  cada  paso,  cada  nodo  recién 
etiquetado realiza un query a sus vecinos sin etiquetar y le da a cada nodo que responda una 
























En  cuanto  a  la  descripción  del  algoritmo,  éste  combina  ventajas  de  ambos  tipos  de 
coordenadas. Recordemos que  las  coordenadas virtuales permiten minimizar  la  longitud del 
camino  y que  las etiquetas permiten  evitar  llegar  a un punto muerto en el enrutamiento  y 
garantizan  la entrega. La  idea básica es  la siguiente. Un nodo emisor s que tiene un paquete 
para entregar al nodo destino d, ejecuta un algoritmo voraz de enrutamiento eficientemente 



















En  cuanto  a  las  simulaciones,  se  compara  HECTOR  con  las  soluciones  presentadas  en  la 
bibliografía referentes a algoritmos geográficos que no asumen información de la posición. Estos 
algoritmos  son  VCost  [ELHAFSI07]  y  LTP  [CHAVEZ07].  Con  el  objetivo  de  avanzar  en  sus 




200.  Se  comparan  los  protocolos  citados  anteriormente  para  las  mismas  muestras  de 
distribución  de  los  nodos,  mismos  pares  de  nodos  fuente  y  destino,  ambos  seleccionados 
































Cuando VCost  falla, se ve claramente en  la  figura 2.52 como HECTOR es el algoritmo que da 








































































Los  autores  dictaminan  que  HECTOR  es  el  primer  protocolo  de  enrutamiento  geográfico 
basado  en  coordenadas  virtuales  que  es  tanto  eficientemente  energético  como  fiable  en 
cuanto a garantía de entrega. A su vez dejan la puerta abierta para futuros trabajos de mejora 
en  lo que a construcción de  las coordenadas virtuales se refiere. De hecho, el punto débil de 
HECTOR es  la propia  construcción del árbol de enrutamiento, ya que éste no  se  construye 





o Se  deduce  de  la  descripción  de  los  autores  que  el  protocolo  debe  albergarse  en  la 
rama  de  protocolos  basados  en  localización. No  sabemos  a  qué  se  refieren  cuando 
hablan  de  híbrido,  luego  de  ahora  en  adelante  se  le  tratará  como  basado  en 
localización a efectos de mecanismos comparativos. 
o Debido  a  que  se  critica  el  uso  de  receptores  GPS,  asumimos  que  HECTOR  no  los 
incorpora,  luego  la  forma  en  la  que  ubica  a  sus  vecinos  y  les  etiqueta  con  valores 




aplica  coordenadas  virtuales,  una  comparación  con  opciones  jerárquicas  o 
clusterizadas, ya que si se asume que el protocolo es híbrido, se deben asumir dichas 
comparaciones. 
o Ya que no  se han hecho  las  comparaciones que demandamos en el punto  anterior, 
podemos  remarcar que una opción que aglutine  jerarquización y construcción de un 





EB‐UCP    [YANG09]  consigue  un  buen  rendimiento  en  términos  del  tiempo  de  vida  de  los 
sensores  mediante  clustering  desigual  y  equilibrando  la  carga  energética  entre  todos  los 
nodos.  Se  emplea  un  algoritmo  de  clustering  desigual  desde  una  perspectiva  probabilística 
para conseguir dichos resultados. De esta forma, los clústeres más cercanos al sumidero tienen 
menor  tamaño  que  los  que  están más  alejados,  por  lo  que  los  CH más  cercanos  pueden 
ahorrar más energía en su tarea de encaminamiento inter‐clúster. 
 
De  la misma  forma,  la distribución de  los  sensores  se  realiza de acuerdo a un algoritmo de 









asume  que  están  dispensados  en  un  área  circular  de  radio  R.  El  único  sink  existente  está 







La  idea  clave  del  algoritmo  de  clustering  es  utilizar  clústeres  desiguales  para  solucionar  el 
problema  del  hotspot,  como  ya  se  vio  en  el  protocolo  EEDUC.  A  las  capas  se  les  asignan 
diferentes probabilidades de acuerdo a la distancia con el sumidero. Las capas más cercanas a 






La  transmisión  de  datos  en  la  red  se  realiza  mediante  iteraciones  de  intra‐clúster 






transmisor  que  posea  la  máxima  energía  residual.  Durante  este  proceso,  el  CH  i  ha  de 
intercambiar información acerca de las energías remanentes en cada uno de los CH candidatos 
(líneas  7‐10  pseudocódigo  figura  2.54)  para  que,  en  caso  de  que  exista más  de  uno  con  la 
misma energía residual, seleccione uno de ellos de forma aleatoria. Una vez ha seleccionado su 















Esta  forma  de  enrutamiento  hasta  el  sumidero  puede  otorgar  mejoras  respecto  otras 
estrategias  pero  no  posee  mecanismos  sistemáticos  a  la  hora  de  dormir  los  sensores  o 
sincronizarse entre ellos para  los envíos, por  lo que  la mejora alcanza peores cotas que en el 
protocolo propuesto en la presente tesis. 
 
A  la  hora  de  analizar  los  resultados  de  las  simulaciones,  los  autores  proponen  analizar  el 



















GROUP  [YU06]  es  un  protocolo  de  enrutamiento  en  malla  clusterizada  principalmente 











es elegido como CH en un clúster y  todos  los CHs  forman una malla virtual de clústeres. Las 
consultas (queries) de datos serán transmitidas desde los sumideros a todos los nodos vía sus 

















































 Cada  T  segundos,  el  PS  inicia  el  proceso  de  construcción  de  la malla mediante  un 
broadcast en su radio de acción del mensaje GS‐election. El objetivo de este mensaje 
es seleccionar un nodo como semilla de  la malla  (Grid Seed – GS) de entre todos  los 
vecinos del PS. Todos los nodos que reciban dicho broadcast, decidirán si contestan o 
no. 
 Cuando  el  PS  envía  el  comando GS‐election,  pone  en marcha  un  timer.  Si  el  PS  no 
recibe  ninguna  contestación  por  parte  de  sus  nodos  vecinos  antes  de  que  el 
temporizador expire, reenviará el mensaje. 
 De  entre  todos  los  nodos  que  le  contesten,  el  PS  elige  a  uno  de  ellos  como  GS 
dependiendo de  su energía  residual. Ante  igualdad de energía  residual, el candidato 
que haya respondido más pronto, será el elegido. 
 El GS se encuentra en uno de los puntos de unión de la malla de clústeres que se está 
construyendo  actualmente.  Para  cada  uno  de  estos  puntos  de  cruce,  GROUP 
selecciona un  sensor, que esté más  cerca de ese  cruce que el  resto de nodos, para 
actuar de CH. 












 Una  vez  que  un  sensor  recibe  el  query  por  parte  de  su  CH,  comprueba  la  propia 
consulta y los datos recogidos. 























de manera  eficaz  si  un  protocolo  distribuye  el  consumo  energético  o  no.  Para  el  caso  de 
LEACH,  se  observa  claramente  como  su  máximo  consumo  es  alarmantemente  alto  en 
comparación con su media, lo que hace entrever, cosa que ya se sabía, que LEACH no consigue 
































BCDCP  [FAPOJUW09]  se  propone  como  solución  para  el  problema  de  gestión  de  recursos 
energéticos  a  la  hora  de  construir  los  clústeres  y  distribuir  las  planificaciones  para  el 









ni  viable,  porque  además  de  que  el  sumidero  requeriría  de  GPS,  cosa  no  muy 




























































El  protocolo  DMSTRP  [HUANG06]  mejora  a  BCDCP  mediante  la  construcción  de  MSTs 
(Minimum Spanning Trees)  en vez de los clubs que conectan los nodos en los clústeres. La idea 
principal es usar estos MSTs para reemplazar dichos clubs en dos capas de la red: intra‐clúster 
e  inter‐clúster. Debido a que  los clubs no son más energéticamente eficientes que  los árboles 





conectando  los nodos en  los clústeres mediante MSTs, como se puede observar en  la  figura 
2.61.  En  cada  clúster,  todos  los  nodos,  incluyendo  al  CH,  están  conectados  por  un  MST, 
dejando al CH  la tarea de recolectar toda  la  información correspondiente al árbol entero. Los 










La distancia media de  transmisión para  cada nodo  se puede ver  reducida por el empleo de 
MSTs  en  vez  de  clubs.  Sin  embargo,  los  árboles  incrementan  la  disipación  de  energía  en 
recepción  y  fusión  de  la  información,  además  de  incorporar más  saltos  dentro  del  propio 
clúster.  Por  ello,  únicamente  cuando  la  distancia  media  de  transmisión  se  ve  reducida 
mayoritariamente por el MST, DMSTRP es más energéticamente eficiente que sus homólogos. 
Conforme  la  red  de  sensores  se  distribuya  en  una  superficie más  amplia,  la  distancia  de 
transmisión que nos ahorremos con el MST será mayor. En los clubs, la información necesaria 
para enrutar los datos es simple y cada nodo únicamente necesita saber de su CH y enviarle los 














clúster,  creando  así  diversos  saltos  desde  los  sensores  hasta  llegar  al  CH,  no  es 
eficiente en términos energéticos. Únicamente cuando se habla de redes de sensores 
de muy larga extensión, realizar un encaminamiento multi‐hop dentro del clúster tiene 
sentido. En  la  inmensa mayoría de casos,  las distancias dentro del clúster no son tan 











ante  la  caída  o  el mal  funcionamiento  de  algún  nodo,  se  debe  reconstruir  el MST 







energía  de  siempre  los mismos  nodos,  lo  que  perjudica  directamente  al  tiempo  de 
vida de la red. 
 
o La  topología  de  DMSTRP  se  puede  definir  como  topología  de  arból‐árbol  en  dos‐
niveles, totalmente compleja. El sumidero es  la que computa  las planificaciones y  las 
envía  a  los  CHs,  los  cuales  la  difunden  hacia  abajo.   Debido  a  la  estructura  en  dos 
niveles tan compleja de DMSTRP, el sumidero gastará mucho tiempo de computación 
para calcularla. De  la misma manera,  la propia planificación, al  ser enviada desde el 
sumidero,  si  se  quiere  incorporar  mecanismos  de  sleep  en  los  nodos,  se  debe 








computación en  los propios nodos,  lo que contradice el principio fundamental de  las 
WSNs, bajo consumo y bajo cose. 
 










nodos  de  la  red  antes  que  en  LEACH  y  BCDCP.  Esto  es  debido  a  que  no  sale  rentable  la 





















300x300, para  redes de distinto  tamaño  sea peor que otras estrategias que mantienen una 
eficiencia  más  constante  y  no  únicamente  para  redes  de  un  tamaño  dado.  La  topología 
compleja que se instaura en DMSTRP como predeterminada no nos parece viable para una red 
en la que se mire al detalle el consumo, ya que no solo conlleva problemas de gestión de estas 
estructuras  sino  también que no  se puede añadir mecanismos  intrínsecos a dicha  topología, 












‐ No  existe  colisión  en  las  comunicaciones  ya  que  los  dos  niveles  de  comunicación 
emplean diferentes canales para ello pero sí existen colisiones intra‐clúster. 
‐ Los headers y los sensores no se mueven. 
‐ Los  nodos  CH  poseen  suficiente  batería,  capacidad  de  computación  y  una  antena 
superior. 




considera  heterogénea  sino  que  se  quiere  que  todos  los  sensores  involucrados  en  la  red 









primer anillo. Posteriormente,  va  incrementando  su  rango de  comunicación  con el  resto de 
anillos y recopilando la información de los sensores de dentro a fuera del clúster. Dentro de un 















desde  los  sensores hasta el CH. Este árbol ha de  satisfacer el principio de Mínimo Consumo 

























































datos  y  energía  residual  de  los  nodos  de  la  red. Motivado  por  LEACH,  como multitud  de 
protocolos, DEEAC extiende su concepto de selección de clúster mediante modelo estocástico, 
controlándolo con un algoritmo para WSNs con variaciones espacio‐temporales de  los  ratios 
de entrega para diferentes  regiones. Las  simulaciones  indican que DEEAC distribuye un 50% 
mejor la energía que LEACH y por lo tanto mejora el tiempo de vida de la red. 
 
Las  regiones de  la  red que  tienen  gran  ratio de  generación de  datos  se denominan puntos 




cuales  se  espera que  transmitan datos muy  frecuentemente,  lo hagan  en distancias  cortas, 
consiguiendo  así  el  comedido  equilibrio  energético. DEEAC  selecciona  un  nodo  para  ser  CH 
dependiendo de su valor de punto caliente y de su energía residual. 
 
Como  ya  se  ha  explicado,  la  idea  principal  del  algoritmo  es  elegir  a  los  nodos  como  CHs 




                   




















































Nused  y  Nalloc  con  valores  en  relación  a  la  planificación  TDMA  en  los  nodos.  Mediante  la 
definición de Hlast_5_avg, sumatorio de los últimos 5 valores de R, y Havg_node, sumatorio de todos 
los R calculados, así como  la estimación de  los valores de hotness de  los CHs, Havg_network,  se 
define una función que calcula el factor de hotness total (expresión 2.6), que es el expresado 
en  el  umbral mostrado  anteriormente  por  DEEAC  y  que,  tomando  en  cuenta  todos  estos 








será CH, ya que dicha probabilidad no  siempre debe  ser  la misma ni  tener una distribución 
simple. 
 
























































el  esquema  a  seguir  parece  claro.  Para  conseguir  buenos  rendimientos,  los  protocolos 
jerárquicos  emplean  asociación  y  diferenciación  de  los  roles  en  los  nodos,  construyendo 
normalmente una  jerarquía  en niveles pudiendo diferenciar dichos  roles  y  consiguiendo  así 
una separación de  las capas y el trabajo que se realiza en cada una de ellas, para alcanzar un 
rendimiento más que aceptable. Diferentes estrategias han empleado el uso de clústeres con 













como  referencia eficiente para  los protocolos que  surgieron  con posterioridad,  como TEEN, 
APTEEN  y  SOP,  los  cuales  siguen  el  esquema  básico  con unas  u otras  variantes.  La  idea de 
distribuir el consumo a lo largo de todos los nodos ya se había tenido en cuenta anteriormente 




En  este  tipo  de  encaminamiento,  los  nodos  son  direccionados  mediante  métodos  de 
localización. La distancia entre dos nodos vecinos se estima tomando como base  la fuerza de 
la  señal  entrante.  Las  coordenadas  relativas  de  los  demás  nodos  se  calculan  mediante 
interpolación  entre  vecinos.  Alternativamente,  la  posición  de  los  nodos  está  disponible 
directamente  mediante  la  comunicación  con  un  satélite,  usando  GPS  (Global  Positioning 












fijas, formando una malla virtual. Dentro de cada zona,  los nodos colaboran  los unos con  los 
otros  jugando  diferentes  roles.  Por  ejemplo,  los  nodos  elegirán  un  nodo  para  que  esté 
despierto  durante  un  cierto  periodo  de  tiempo  y  entonces  dichos  nodos  podrán  pasar  al 














que  se  asocien  con el mismo punto de  la malla  se  consideran  equivalentes en  términos de 
coste del  enrutamiento de  los paquetes. Dicha  equivalencia  ayuda  a mantener  a  los nodos 
localizados en una cierta zona de la malla en el estado de sleep, con el fin de ahorrar energía. 









1. Discovery:  inicialmente  los  nodos  están  en  este  estado.  Cuando  se  está  en  estado 
discovery, el nodo enciende su radio e  intercambia mensajes de descubrimiento para 
encontrar otros nodos en la misma malla. El mensaje de descubrimiento es una tupla 




Cuando  un  nodo  entra  en  el  estado  discovery,  configura  un  temporizador  para  Td 
segundos. Cuando el temporizador salta, el nodo realiza un broadcast de su mensaje 
de descubrimiento y entra en el estado activo. El  temporizador puede ser cancelado 

























manejar  el  enrutamiento.  Los  nodos  negocian  entre  ellos  qué  nodo  manejará  el 
enrutamiento. 
 
3. Sleeping:  cuando  se  transita  a  sleeping,  el  nodo  cancela  todos  los  temporizadores 












Además,  la  distribución  de  la  carga  también  es  un  aspecto  importante  que  se  toca  en  el 
algoritmo. GAF  emplea una  estrategia de  equilibrio de  la  carga  con  el  fin de que  todos  los 
nodos estén despiertos y funcionando el mayor tiempo posible. La idea clave detrás de esto es 
que  todos  los  nodos  de  la  red  son  igualmente  importantes  y  ninguno  de  ellos  debe  ser 
penalizado más que los demás. Una alternativa a esta estrategia es dejar que cada nodo agote 
su  batería  por  completo  por  turnos, mientras  otros  nodos  duermen.  De  esta  forma  no  se 
consigue equilibrio alguno sino que se va terminando con la energía de los sensores de manera 
ordenada.  Esto  no  es  lo  adecuado  ya  que  lo  óptimo  es  ir  disminuyendo  paulatinamente  la 





que  se encuentren en  su misma malla para pasar a active. Hay que  recordar que  los nodos 
están ordenados de acuerdo a su energía remanente. Cuando el nodo activo cambia su estado 
a discovery, es más probable que éste tenga menos energía restante que sus vecinos, ya que 






AODV  y  distintas  configuraciones  de  GAF.  Las  distintas  configuraciones  se  basan  en 
movimientos  intermitentes a una velocidad fija cada 7 temporizaciones diferentes: 0, 30, 60, 













Después  de  900  segundos,  el  30‐40%  de  los  nodos  siguen  vivos  dependiendo  de  la 
configuración asociada. Los escenarios con tiempo de pausa más pequeños consiguen mayores 
mejoras en el tiempo de vida que los que poseen tiempos de pausa más largos. Esto se debe a 
que  la movilidad en  los nodos mejora el equilibrio de  la carga y  tiene  relación directa en el 
tiempo de vida de la red. Consideremos ahora el caso de 900 segundos (no hay movimiento en 
la  simulación);  en  este  caso,  las  celdas  de  la  malla  con  un  único  nodo  permanecerán 
constantemente en el estado active y por ello se agotarán al cabo de 450 segundos. Las mallas 






mejores protocolos de otras ramas, por ejemplo  la  jerárquica, donde  los resultados son más 
esperanzadores que  los descritos anteriormente. Aun así, en GAF  se deja constancia de que 
transitar  a  estados  de  bajo  consumo  y  distribuir  la  carga  es  una medida  primordial  para 
conseguir un buen consumo en  la red. Da  igual el tipo de protocolo o  la rama que deseemos 
usar,  la  idea  es  clara:  los protocolos que deseen  alcanzar un  consumo energético eficiente, 
deben  proponer  mecanismos  de  distribución  de  la  carga  y,  en  la  medida  de  lo  posible, 























para encaminar un paquete hacia  la  región de destino. Dentro de  la  región,  se emplea una 
técnica de  forwarding geográfico recursivo para diseminar el paquete. El uso de  información 
geográfica  mientras  se  diseminan  las  consultas  a  determinadas  regiones  debido  a  que 
normalmente  las  consultas  (queries)  incluyen  atributos  geográficos,  radica  en  la  idea  de 


















1. Forwarding  del  paquete  hacia  la  región  destino:  GEAR  emplea  un  heurístico  de 
selección  de  vecinos  basado  en  energía  residual  y  geográfica  para  encaminar  el 
paquete hacia la región de destino. Hay que considerar dos casos: 
 
a. Cuando  existe  un  nodo  vecino más  cercano  al  destino,  GEAR  selecciona  el 
siguiente salto de entre dichos vecinos cercanos. 
 




















Sin  embargo,  bajo  ciertas  circunstancias,  el  enrutamiento  geográfico  recursivo  no  termina, 
encaminando  inútilmente en bucle alrededor de una región vacía, antes de que  la cuenta de 






(de  la  descripción  del  algoritmo,  se  deduce  que  es  una  región  rectangular 
supuestamente). 
5. Cada nodo sabe su propia posición y energía remanente, así como la posición y energía 








de  dicha  información.  Mediante  HELLOs  se  puede  aproximar  dicha  posición 
triangulando  de  alguna manera,  pero  para  conocer  la  energía  de  sus  vecinos  debe 
haber  intercambio  de mensajes.  Este  intercambio  de  información  llegado  a  cierto 







cualquier  medida  de  eficiencia  energética  que  tuviera  el  algoritmo,  como  ya  se  vio  en 
protocolos anteriores que usaban este método de enrutamiento. Este es uno de  los puntos 
débiles del algoritmo, ya que cuando hablamos de WSNs estamos refiriéndonos a redes con 
mucha  cantidad  de  nodos,  donde  este  tipo  de  medidas  no  son  aceptables.  Además,  el 
protocolo se centra en el enrutamiento de paquetes, dejando de lado cualquier mecanismo de 










Queda  claro  que  la  adecuación  de  los  protocolos  basados  en  localización  para  obtener 
protocolos  energéticamente  eficientes  es  dudosa,  por  tanto,  nos  centraremos  en  la 
comparación de  los dos tipos de protocolos de enrutamiento basados en  las topologías de  la 
red más viables que hemos visto: redes planas y jerárquicas. 
 































Destacamos  la  capacidad  de  evitar  colisiones  y  la  agregación de datos del  encaminamiento 
jerárquico  frente  a  las  redes  planas  además  de  dos  puntos muy  importantes  como  son  la 
uniforme  disipación  de  energía,  alargando  consecuentemente  la  vida  de  la  red,  y  la 
planificación por reserva del tiempo. 
 






























Localización QoS Complejidad Escalabilidad Multi‐ruta Basado en 
consultas
SPIN Plano Posible No Sí Sí No No Baja Limitada Sí Sí
Directed 
Diffusion





No No Sí No No Baja Buena No Sí
GBR Plano Limitada No No Sí No No Baja Limitada No Sí
MCFA Plano No No No No No No Baja Buena No No
CADR Plano No No No Sí No No Baja Limitada No No
COUGAR Plano No No No Sí No No Baja Limitada No Sí
ACQUIRE Plano Limitada No No Sí No No Baja Limitada No Sí
EAR Plano Limitada No No No No Baja Limitada No Sí
LEACH Jerárquico Sumidero 
fijo





No No Sí Sí No CHs Buena No No
PEGASIS Jerárquico Sumidero 
fijo
No No No Sí No Baja Buena No No
MECN & 
SMECN
Jerárquico No No No No No No Baja Baja No No
SOP Jerárquico No No No No No No Baja Baja No No
HPAR Jerárquico No No No No No No Baja Buena No No
VGA Jerárquico No No Sí Sí Sí No CHs Buena Sí No
Sensor 
aggregate
Jerárquico Limitada No No Sí No No Baja Buena No Posible



















En  gran  parte  de  los  trabajos  revisados  en  el  estudio  bibliográfico  previo  plasmado  en  el 
capítulo 2,  se ha dejado entrever  la necesidad de  trabajar en  la dirección del enrutamiento 
jerárquico  para  obtener  buenas  prestaciones  energéticas.  La  posibilidad  de  este  tipo  de 
protocolos de evitar  colisiones distribuyendo en  varias  capas el  trabajo, diferenciando  roles 










información de maneras que de otra  forma no  serían posibles. Por ello,  se  requiere 











‐ Dentro  de  esta  adecuación  en  el  envío  de  los  datos,  estos  datos  son  normalmente 




nodos  debido  a  que  recargar  la  batería  de  los mismos  es  un  gran  inconveniente  o 
imposible.  Todos  los  aspectos  de  los  nodos,  desde  el  HW  hasta  las  operaciones 
realizadas por éstos en el protocolo, en  la medida de  lo posible ayudar a distribuir  la 
carga energética. 
 
‐ El  concepto  de  calidad  en  una  red  de  sensores  es  diferente  al  concepto  en  redes 
wireless.  Para  las WSNs,  el  usuario  final  no  requiere  toda  la  información  de  la  red 
debido  a  que  la  información  de  nodos  vecinos  está  sensiblemente  correlacionada, 
haciendo  que  exista  redundancia.  La  calidad  de  la  red  se  basa  entonces  en  dos 
aspectos: 
 
1. Aunque  se  busca  productividad  y  bajo  consumo,  los  protocolos  deben 
disponer de esquemas mínimos de QoS, que garanticen un retardo acorde con 
las  especificaciones  de  la  aplicación  y  una  tasa  de  entrega  aceptable,  no 
poniendo en peligro otros aspectos. El desarrollar protocolos eficientemente 










status y  las capacidades de cada nodo son  iguales. SPIN  [KULIK99][KULIK02], Direct Diffusion 




El  enrutamiento  en  redes  jerárquicas  escala  perfectamente  con  el  tamaño  de  la  red, 




energético ya que  se elimina el  flooding de envío en  la  red,  reduciéndose así el número de 




Sabiendo  que  nuestra  actual  prioridad  es  la  del  ahorro  energético,  conservando  valores  de 
retardos, QoS  y  aportando  tolerancia  a  fallos entre otras  características,  centramos nuestro 
trabajo de elaboración de un algoritmo energéticamente eficiente en los siguientes términos: 
 
7. Conseguir  un  buen  rendimiento  energético  es  primordial.  La  tecnología  seguirá 
evolucionando y se dispondrá de sensores más modernos y por  lo tanto con mejores 
mecanismos de disipación. No menos  importante es el  rendimiento global, donde  la 
vida de  la  totalidad de  la  red se vea aumentada considerablemente por medio de  la 
distribución  inteligente  del  gasto  individual  de  cada  nodo,  en  referencia  a  sus 
características  operativas.  Tanto  en  un  primer  momento  pasado,  como  en  los 
enfoques  actuales,  se  presta  mucha  atención  a  la  forma  en  la  que  dicha  carga 
energética se distribuye. 
 






capas.  En  la  capa  inferior  estaría  el  modo  normal  de  envío,  donde  los  nodos 
retransmiten su información hasta un CH, lo que se denomina intra‐cluster routing. 
 
Restantes capas   estarían  formadas por  todos  los nodos con  rol de CH, donde entre 
ellos  se  crearía una  red multipath  (o  singlepath) hasta el  sumidero, denominando a 








clústeres  y  todo  lo  que  conlleva,  y  una  fase  de  comunicación  donde  se  realizan  las 
tareas típicas de transmisión al sumidero. El disponer de diferentes fases y modos de 
funcionamiento ayuda diferenciar las distintas operaciones de los nodos a lo largo del 









11. Realizar  tareas  de  agregación‐fusión  y  compresión  de  la  información  antes  de 
proceder al envío de  los datos  tiene una  importancia vital ya que,  sabiendo que  las 
tareas  de  computación  son  más  baratas  que  las  de  transmisión,  se  disminuye  la 
cantidad  de  datos  y  por  lo  tanto  el  tiempo  que  se  tarda  en  transmitirlos,  lo  que 
conlleva  un menor  tiempo  en  el  que  el módulo  de  radio  está  activo  y  por  ello  un 
menor consumo.  
 
3.3  Principios  para  los  mecanismos  propuestos  y  su 
comparación con otras aproximaciones 
En  estos  términos,  se  detallan  los  principios  y  características  de  los  mecanismos  que  se 
propondrán en la presente tesis, novedosos y mejorados respecto de los enfoques anteriores y 
que  han  demostrado  tener  capacidad  para  ser  una  buena  base  en  consumo  energético 
regulado  y  eficiente.  Se  introduce  el  concepto  de  Base  estratégica,  para  numerar  los 
protocolos que anteriormente pudieron acercarse al enfoque que  se describe, pero que por 
unos u otros motivos no  lo  incorporaron, se dejó como  futura extensión o no se supo como 
encuadrar dicha mejora en el mecanismo del protocolo: 
 
1. Eficiente consumo energético basado en  la distribución de  la carga de  forma global 
entre el total del número de nodos de la red. Base estratégica: LEACH, LEACH‐C y e3D. 
 




mayores  beneficios  que  una  jerarquización  sin  clústeres.  En  TTDD  por  ejemplo,  se 
emplea  jerarquización pero sin  la  formación de clústeres,  lo que obliga al empleo de 
cadenas  y  mecanismos  de  mantenimiento  de  dichas  cadenas,  provocando  una 
sobrecarga  y  coste  superiores  a  enfoques  clusterizados.  Por  ello,  agrupando  un 
número determinado de nodos con rol normal en un clúster, gobernado por un único 
representante  ó  CH,  proporciona  una  forma  sencilla  e  inteligente  de  gobernar  un 




un árbol de CHs en  la capa superior, con el  fin de ayudar al envío de  la  información 






a. Cabe destacar que ni PEGASIS ni  IMRAFRA  incorporan ninguna estrategia de 
datos  en  capas  superiores  para  ayudar  a  la  gestión  del  enrutamiento  inter‐
cluster, pero  intentan  incorporar algún  tipo de mecanismo a esta  labor para 
facilitar la transmisión de la información de los CHs hasta el sumidero. 
 
b. Hierarchical‐PEGASIS  construye  cadenas  enlazadas,  con  el  problema  que 
conlleva y ya se detalló en su apartado, quedando lejos de cualquier estructura 
de  tipo  árbol  como  la  que  planteamos  en  la  presente  tesis  (arquitectura 
EDETA). 
 
c. IMRAFRA  intuye  que  proporcionar  al  inter‐cluster  routing  de  mecanismos 
óptimos mejora  el  rendimiento  y  por  ello  elabora  un  algoritmo  voraz,  que 
seleccionando pasos de coste óptimo,  lleve  la  información hasta el sumidero 






una  probabilidad,  tiene  asociado  unas  características  propias  tanto  de  modo  de 
operación, especificado por su DTE, como por mecanismos propios de ahorro y mejora 
del rendimiento energético. Cada un número específico de rondas n, se efectuará una 
rotación  de  estos  roles, para  conservar  el balanceo del  consumo. Base  estratégica: 
LEACH, LEACH‐C, SOP e IMRAFRA. 
 
5. Organización de  la  jerarquía en dos capas o Tiers: una primera capa, formada por  los 
clústeres  y  donde  al  llegar  la  información  al  CH  y  tras  la  posterior  agregación  y 













d. Rotación  de  roles  después  de  un  número  n  determinado  de  rondas,  para 





6. Existencia de dos fases de operación:  la fase de  inicialización, donde se  inicializan  los 
clústeres junto con la elección de los CHs y la construcción del árbol en el nivel 2, y la 
fase de comunicación, en la cual se realizan las rondas intra‐cluster e inter‐cluster para 














en por un  lado  flexibilizar  la  transmisión  sensor‐CH mediante el  sondeo por 
parte del CH cuando se requiera  información en su planificación previamente 









9. Durante  los períodos de espera por parte de  los nodos, transición a estados de bajo 
consumo mediante el cambio de modo del módulo de radio a sleep, disminuyendo  la 
disipación de energía y maximizando el ahorro. Estos cambios sucederán normalmente 
cuando el CH deba esperar a que  finalice  la ronda  intra‐cluster y que todos sus hijos 
hayan finalizado las transmisiones ó que el propio CH deba esperar a retransmitir dicha 
información  a  su  CH  padre  en  el  árbol,  debido  a  que  tiene  que  atenerse  a  su 
planificación. Base estratégica: ninguna. 
 
a. EDETA  hace  un  análisis  detallado  de  las  posibles  mejoras  en  el  consumo 
cambiando  el modo  en  el  que  la  radio  de  los  sensores  trabaja.  La  principal 
baza  consiste  en  no  malgastar  energía  esperando  en  modos  de 
funcionamiento costosos, energéticamente hablando, y pasar a modo de bajo 







Como  se  dijo  anteriormente,  algunos  puntos  característicos  de  EDETA mejoran  anteriores 




1. A  la  hora  de  realizar  el  inter‐cluster  routing,  EDETA  organiza  los  CHs  del  Tier  2 
elaborando un árbol dinámico de CHs, extendiendo la idea que tímidamente introdujo 
PEGASIS ya que en este protocolo  la especie de árbol formado por  los CHs era de un 
single‐hop  hacia  el  sumidero,  cuando  esto  no  siempre  es  posible  ni  aconsejable 
[BJORNEM07]. 
 
EDETA  introduce de  forma  totalmente nítida el  concepto de árbol dinámico de CHs, 
organizando  sucesivas  jerarquías  superiores  con  esta  topología.  El  beneficio  de  la 
comunicación  directa  entre  tiers  dentro  del  árbol  es  palpable  y,  sabiendo  de  la 




parte  de  los  nodos,  es  algo  vital  para  un  buen  rendimiento  energético.  Se  ha 
demostrado  en  el  propio modelo  de  energía  de  EDETA  que mantenerse  lo máximo 
posible  en  estos  estados  ayuda  a  aumentar  el  ahorro  energético  de  forma 
considerable y de  la misma  forma prolonga  la vida  total de  la  red de  sensores. Este 







las colisiones propias de este medio en  las transmisiones, que sea  la capa superior  la 
que  inicie el período de  transmisión mediante  la  trama de  sondeo, haciendo que  se 






CH pasando por  todos  los pertenecientes al árbol global. Esto  aumenta el beneficio 




tiempo de vida de  la  red ya  sea por medios convencionales y  sencillos, como  la  rotación de 




consumo.  También  incorpora  la  propia  topología  jerárquica  natural,  añadiendo  un 
componente de árbol dinámico y conformando un nuevo tipo de topología en varias capas que 
ofrece  un  buen  rendimiento  energético,  tanto  por  el  encaminamiento  específico  adoptado 
como por la posible agregación y compresión de los datos en más capas que sus antecesores. 
Además  aporta  nuevas  características  como  QoS  y  tolerancia  a  fallos  sin  afectar 
significativamente  a  las  prestaciones  ni  al  consumo  energético.  De  esta  forma,  adoptando 
medidas  que  protocolos  anteriores  incorporaron,  en mejor  o  peor medida,  y  desarrollando 




























de  las redes de sensores  inalámbricas. El protocolo se plantea como un protocolo  jerárquico, 
que  estructura  la  red  en  árboles  de  clústeres,  donde  la  raíz  de  cada  árbol  será  un  nodo 




y  auto‐regulación  de  población  adecuados).  Estos  nodos  líderes  gestionan  el  proceso  de 
formación  del  clúster  y  gobiernan  comunicación  dentro  del  clúster mediante  el  protocolo 
intra‐clúster propuesto al efecto, que está basado en  la asignación de  tiempos a  cada nodo 




multi‐salto  (multi‐hop)  en  árbol  optimizado  y  basado  también  en  TDMA‐polling.  Todos  los 
procedimientos y mecanismos se realizan automáticamente en el área que se despliegan  los 
nodos, sin  intervención de  fuentes externas. Para no sobrecargar a un nodo, el  rol de NL se 
distribuye de forma rotativa entre todos los nodos. 
La técnica de TDMA‐polling implementada permite la acotación de tiempos tanto intra‐clúster 
como  inter‐clúster  permitiendo  ofrecer  características  de  tiempo  real  así  como  detección 
temprana  de  fallos  en  nodos  (uno  nodo  que  no  transmite  cuando  debe  p.e),  flexibilidad  y 
posibilidad  de  recuperación  e  implementación  de  mecanismos  de  tolerancia  a  fallos 
transparentes o con muy bajo impacto en las prestaciones de la red. 
Por  todo  lo expuesto, cabe  resaltar que el abanico de posibles aplicaciones para el presente 
protocolo  es muy  extenso,  dado  que  soporta  tareas  de monitorización  con  frecuencias  de 
muestreo diferentes,  redes homogéneas y heterogéneas, comunicación bidireccional, aporta 
fiabilidad y acotación de tiempos para aplicaciones que lo requieran (alarmas). 
En el capítulo 3 se presentó una solución para  reducir el consumo en  redes  inalámbricas de 
sensores.  Utilizando  los  resultados  de  dicho  capítulo  se  propone  una  nueva  arquitectura 
jerárquica basada en clústeres y árboles para WSN que permite a  los nodos permanecer en 
modo  de  bajo  consumo  la  mayor  parte  del  tiempo  posible,  reduciendo  notablemente  el 
número de transiciones on‐off‐on y permitiendo aplicar técnicas muy eficaces de reducción de 
energía, ofreciendo además  las características citadas de  tiempo real  (ya que  los  tiempos de 
comunicación están acotados tanto intra como inter clúster) y tolerancia a fallos (dado que la 













incorporan  estrategias  de  alta  eficiencia  energética.  Se  implementa  una  arquitectura  de 
clústeres sencilla que permite operaciones de reconfiguración automáticas ante cambios de la 
estructura de la red sin una sobrecarga excesiva.  
La  figura  4.1  muestra  el  modelo  de  la  arquitectura  propuesta.  El  número  de  sumideros 









La  arquitectura  EDETA  (Energy‐efficient  aDaptative  hiErarchical  and  robusT  Architecture) 
integra dos protocolos diferentes: un protocolo  interno del  clúster, gobernado por un nodo 






Este nodo se encarga de  recibir  los datos de  todos  los nodos sensores de  la  red,  realizar un 
proceso de los mismos y reenviarlos hacia el sistema de gestión de la información. Asimismo, 












Considerándolo  desde  el  punto  de  vista  de  los  datos,  es  una  pasarela  inteligente  entre 
comunicaciones  locales  (red  de  sensores)  y  remotas  (acceso  al  sistema  de  gestión  de 












una parte,  controla  los diferentes  transductores de que disponga, y por otra dispone de un 





las  necesidades  de  la  red. Opcionalmente  se  pueden  incluir  nodos más  sencillos,  con  poca 




de  baja  potencia  de  cómputo.  Sin  embargo,  con  esta  ampliación  se  adecua  también  a 
aplicaciones  en  las  que  sería  posible  tener  un  subconjunto  de  nodos  con  alimentación 
perpetua (paneles solares + batería + supercondensadores)  los cuales ejecutarían el papel de 
NL,  y  otro  subconjunto  de  nodos  hoja  mucho  más  simples  y  económicos  (con  solo  una 
pequeña batería) que solo sensoricen y envíen en su slot, pudiendo encontrarse en modo de 
bajo  consumo  la  mayoría  del  tiempo,  siendo  por  tanto  la  arquitectura  propuesta 
perfectamente  aplicable  a WSN  heterogéneas.  Además,  posibilitaría  en  tales  escenarios  la 








0x01 LEADER Notificación rol NL  

















de  cada  ronda,  para  notificar  su  rol  y  dando  a  conocer  la    posibilidad  de  unirse  a  él.  Al 
transmitir el mensaje de notificación de  rol se utilizará CSMA  (escuchando antes de hacer  la 
transmisión)  para  evitar  colisiones  con  NL  adyacentes  o  por  si  acaso  la  red  ya  estaba 
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establecida  y  en  funcionamiento,  debido  a  que  dicho  nodo  se  hubiera  encendido  en  este 
instante posterior o se hubiera recuperado de algún tipo de fallo. Los NL empezarán a notificar 
su  rol mediante el envío de este mensaje una vez hayan  recibido algún mensaje LEADER de 
otro NL ó directamente de un nodo  sumidero  (si procede del  sumidero, el  campo nivel del 











• Energía:  energía  actual  del  nodo,  para  que  los  nodos  que  lo  escuchen  puedan 
actualizar el umbral de energía utilizado para la elección de rol, y los NL que busquen 






NL  será  la  calidad de  señal  recibida,  con  lo que  solicitarán unirse  con  el que  escuchen  con 
mayor calidad de señal. Ello permite ajustar al mínimo  la potencia de emisión necesaria para 















la  petición  de  un  nodo  normal  para  unirse  al  clúster  que  lidera.  En  caso  de  aceptación,  
mediante este mensaje también se  indica al nodo qué canal que debe utilizar a partir de ese 
momento para toda comunicación y durante todo el ciclo. Para evitar posibles  interferencias 
entre  clústeres  adyacentes  cada  NL  elije  una  frecuencia  para  su  clúster.  Además,  en  este 
mensaje también se le asigna al nodo hoja su ranura de tiempo para transmisión intra‐clúster, 












Mediante  este mensaje  se  adapta  dinámicamente  la  distribución  de  la  población  de  nodos 
líderes para asegurar  la cobertura total de  la red. Si durante  la formación del árbol en  la fase 
de inicialización algún Nodo Líder no tiene a su alcance ningún otro Nodo Líder para encaminar 
hacia  un  sumidero  entonces  difunde  este  mensaje,  de  forma  que  cualquier  nodo  que  lo 
escuche y esté en cobertura de algún Nodo Líder pueda convertirse en NL, al volver a realizar 
la  elección  de  rol  con  más  posibilidades,  para  poder  dar  conectividad  a  la  rama 
correspondiente.  También  puede  ser  utilizado  cuando  un  nodo  líder  supera  el máximo  de 
peticiones de unión y sería por tanto adecuado otro NL para repartir de forma más adecuada 
la carga. 
En  todos  los experimentos realizados este mecanismo se ha demostrado  totalmente eficaz y 
sin  sobrecoste  alguno  en  aquellos  casos,  que  aunque  poco  frecuentes,  se  pueden  dar, 









Mediante este mensaje un nodo  líder  solicita asociarse con el propio nodo  sumidero u otro 
nodo  líder que ya tiene ruta establecida con el sumidero que hubiera resultado seleccionado 
















Mediante este mensaje un nodo  líder  informa a su nodo padre en el árbol de  la composición 
de su clúster así como de la de todos sus descendientes. La correcta recepción de este mensaje 




























Es el mensaje que utiliza  el Nodo  Líder para designar  los nodos  sustitutos para el  cargo de 
nodo líder en ese clúster durante ese ciclo, de forma que ejerzan el cargo en cuanto detecten 
la  caída del Nodo  Líder  (ausencia de  reconocimientos y/o mensajes de  consulta).  Los nodos 
sustitutos se encuentran ordenados, siendo el primero el que pasaría a ejercer de nodo  líder 
en  caso  de  caída  del  NL  actual,  el  segundo  en  caso  de  caída  del  primer  sustituto  y  así 
sucesivamente. Para  la elección de  los nodos  sustitutos el NL  se basa en  la  cercanía de  los 
nodos  y  su  energía  restante  comparada  con  el  umbral  en  ese momento.  Al  primer  nodo 








deberá  permanecer  encendido  y monitorizando  al  CH  durante  todo  el  periodo  de 
funcionamiento de éste, pasando al modo sleep cuando  lo haga el NL, de forma que, 
en  caso  de  fallo  del NL  en  plena  ronda  de  comunicaciones  intra  o  inter‐clúster,  su 
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Son  los mensajes mediante  los cuales  los nodos  transmiten sus datos, correspondientes a  la 
fase de comunicación. En este mensaje también se utilizan direcciones de nivel 3 para indicar 
la fuente y destino final de los datos enviados. Normalmente, dicho destino será el sumidero, 
pero  el  protocolo  también  permite  envíos  a  cualquier  otro  nodo  de  la  red,  o  envíos  del 
sumidero a otro(s) nodo(s). 
Puede  solicitarse  que  la  correcta  recepción  de  este  mensaje  sea  indicada  mediante  el 
correspondiente ACK (código 0x0D) al remitente. Además, el uso de las direcciones lógicas en 
vez de  las direcciones MAC permite que  los mecanismos de tolerancia a fallos  incluidos sean 




















se  organizan  en  clústeres,  donde  un  nodo  actuará  de  nodo  líder  (NL).  Los  NL  tienen  la 
responsabilidad de organizar  las comunicaciones dentro de su clúster, opcionalmente realizar 
agregación de datos tal como contempla el protocolo, y participar en el protocolo inter‐clúster 
para hacer  llegar  la  información al sumidero. El rol de NL se distribuye entre todos  los nodos 
de la red, aumentando significativamente el tiempo de vida de la misma [BOUKER09]. Además, 
a  diferencia  de  otras  aproximaciones  [HEINZEL00,  DEOSAR09],  el  NL  no  debe  transmitir 
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obligatoriamente  la  información de su clúster directamente al sumidero,  lo cual presenta dos 
ventajas  significativas:  por  un  lado,  ahorra  mucha  energía,  puesto  que  no  requiere 
transmisiones de alta potencia que agotan en pocas rondas  la batería. Por otro  lo hacen muy 
escalable  y  apto,  por  tanto,  para  grandes  redes  de  sensores.  En  lugar  de  realizar  dichas 
transmisiones directas al sumidero, los NL utilizarán una segunda estructura en árbol que se ha 




El mecanismo de distribución del  rol de nodo  líder  es  totalmente distribuido.  Los nodos  se 
auto‐proclaman NL durante la fase de elección de una forma pseudo‐probabilística cada cierto 
tiempo,  siempre  y  cuando  su  nivel  de  batería  esté  por  encima  de  un  umbral,  no  siendo 
necesaria ninguna negociación ni  sobrecarga. De esta  forma, en cada  instante de  tiempo  se 
tendrá  un  conjunto  distinto  C  de  nodos  líder.  Los nodos  que  se  proclaman NL  difunden  su 










la  aplicación  (frecuencia  de muestreo  principalmente),  lo  cual  permitirá  a  los  nodos  “hoja” 
permanecer dormidos  la mayor parte del tiempo, solo despertando el  intervalo que el NL  les 
ha asignado para la transmisión de sus datos, en la planificación del clúster realizada. Cuando 
el NL tiene  los datos de todos  los nodos de su clúster,  lleva a cabo  la agregación de datos,   y 
mediante el algoritmo inter‐clúster envía los datos comprimidos al sumidero. 
El diseñador del sistema debe determinar, a priori, el número optimo de NL que debería haber 
en  la  red.  Si  hay menos  de  los  necesarios  podrían  haber  nodos  huérfanos,  y  además  los 



















‐ Fase  de  operación  (ó  comunicación):  más  larga  que  la  de  inicialización  para 
minimizar  sobrecarga, en ella  se  suceden una  serie de  rondas de  comunicación. 




























nodo  líder  se quede  sin batería en el ejercicio de dicho  rol. Además, dicho umbral debe  ser 






















forma  reparte  la  tarea  de  Nodo  Líder,  distribuyéndose  el  consumo  de  energía  de  forma 
equilibrada  entre  todos  los nodos de  la  red,  al  ajustarse  la población de nodos  líderes  a  la 
proporción que  se  ha demostrado  suficiente  para  proporcionar  los  servicios  en  la  red  y  no 
excesiva para minimizar el impacto energético. 
Además, existe otro mecanismo posterior, basado en el mensaje NEED_LEADER (código 0x04) 
para  terminar  de  adaptar  la  población  de  nodos  líderes  a  las  necesidades  exactas  de  la 
distribución geográfica de la red. 




considera  la  energía  restante  del  nodo  en  comparación  a  los  de  su  entorno  para  tomar  la 
decisión del rol a ejercer, de forma que se pueden desplegar en la red bajo el mismo protocolo 
nodos con capacidades diferentes. Esta posibilidad hace que el protocolo no esté  limitado a 
WSN homogéneas donde  todos  los nodos son  iguales, sino que  también es aplicable a WSN 











Nótese  que  todos  los  mecanismos  de  regulación  para  maximizar  la  vida  de  la  red  son 
totalmente automáticos, es decir,  los propios nodos  se configuran  según  la  forma en  la que 















tanto)  deberán mantener  sus  receptores  en marcha  durante  esta  etapa  para  escuchar  las 
notificaciones de  los NL. Cuando finalice esta etapa cada nodo hoja decidirá el clúster al que 
pertenecer en  la  ronda actual. Esta decisión  se basa en  la  calidad de  la  señal  recibida en  la 
trama de notificación. El NL cuya notificación se haya recibido con la mayor calidad de señal  es 
el NL con quien se puede comunicar gastando menos energía. En caso de empate se escogerá 






qué NL  escoger), que  esté dentro de  la  cobertura de un NL  con  conectividad  en  el  árbol  y 
escuche dicho mensaje NEED_NL pueda convertirse en NL, al volver a realizar la elección de rol 








Si  un  NL  durante  esta  fase  no  escucha  nada,  u  observa  tráfico  normal  de  la  red  (rondas 
intra/inter  clúster),  decide  que  se  ha  puesto  en  marcha  cuando  la  red  ya  está  en 
funcionamiento  (debido,  por  ejemplo,  a  que  se  ha  recuperado  de  un  fallo  o  a  que  ha  sido 
añadido con posterioridad) y por tanto debe pasar a ejercer el papel de nodo hoja e  intentar 
integrarse en algún clúster. 
En paralelo con  la notificación de rol se  lleva a cabo  la construcción de  los árboles de nodos 
líderes según el diagrama de estados de  la figura 4.5, puesto que al difundir el rol,  los nodos 





Para  la formación de cada árbol,  los nodos NL   se asociarán con el sumidero o con otro nodo 
líder  que  ya  tenga  ruta  hacia  el  sumidero  que  resulte  más  apropiado  para  minimizar  el 









recibido  ofertas,  proceden  a  ordenarlas  aplicando  en  la  expresión  (4.3)  la  información 
proporcionada por cada potencial padre, en  la que  se pondera  tanto el número de  saltos al 













k        (4.3) 
Una vez seleccionado el nodo padre más adecuado (el primero en la lista ordenada construida) 






así  sucesivamente.  Si  finalmente  no  es  aceptado  por  ningún  posible  padre,  lo  intentará  de 
nuevo pero con el flag UO activado, de forma que el nodo a quien lo dirija no puede negarse a 






informar  al  nodo  líder  (NL)  de  dicho  clúster  que  desea  ingresar  en  el mismo mediante  el 
mensaje  JOIN‐REQ  (0x02).  Los  nodos  transmiten  dicha  información  al  NL  utilizando  el 
protocolo MAC CSMA. Durante esta fase los NL deberán mantener sus receptores encendidos. 
Con el objeto de acotar y equilibrar el  tamaño de  los clústeres,  los NL admitirán un máximo 
predeterminado de nodos, de  forma que,  cuando  reciba peticiones enviará  los mensajes de 
aceptación o rechazo a los nodos solicitantes (no pudiendo rechazar las solicitudes con el flag 





nodos en un  clúster en  función de  su nivel vendrá dada por  la expresión  (4.4), que ha  sido 
verificada y ajustada mediante simulación: 











JOIN‐REQ  (código 0x02)  con un mensaje  JOIN‐REPLY  (código 0x03).  En dicho mensaje  JOIN‐
REPLY el NL  le  indicará al nodo hoja cual es su slot TDMA  intra‐clúster y el canal de radio en 
dicho clúster, al cual deberá conmutar a continuación. Los NL asignarán slots consecutivos a 
los  nodos  hoja  que  va  asociando,  dejando  ventanas  temporales  para  compensar  posibles 
derivas. En  cuanto un nodo hoja es aceptado en un  clúster pasa al estado  sleep durante el 
tiempo  indicado  por  su  NL.  Al  igual  que  en  el  caso  de  la  formación  del  árbol,  y  como 
mecanismo de  seguridad del protocolo, opcionalmente  los nodos pueden  incluir una huella, 
que utilizarán  los nodos hoja  en  la petición de unión  al  clúster, de  forma que  el NL pueda 
verificar que se trata de un nodo “legítimo” y en caso contrario rechazarlo en el clúster. Indicar 
que  los NL podrán  seguir  admitiendo nodos en  sus  clústeres una  vez  finalizada  la etapa de 
configuración, para poder conectar nuevos nodos añadidos o nodos que se han recuperado de 
cualquier  tipo  de  fallo.  Por  razones  de  eficiencia,  los NL  reutilizan  slots  de  nodos  que  han 
abandonado el clúster por cualquier razón, de forma que  la vuelta siempre se hace como un 




que,  o  bien  se  encuentra  geográficamente  aislado  de  la  red,  o  bien  que  se  ha  conectado 
cuando  la red ya está en  funcionamiento  (debido a que se recupera en ese momento de un 
fallo o ha sido incorporado con posterioridad). Para determinar en qué situación se encuentra, 
el nodo  emitirá una  señal    en determinada  frecuencia que  es  capaz de  excitar  los  circuitos 
pasivos que deben habilitar  los nodos  líderes para despertarse en caso de recibir dicha señal 














en  árbol.  Para  ello,  los  nodos  esperan  la  información  sobre  su  descendencia  (recepción  de 
mensajes DINFO – tipo 0x07 –), que contiene el tiempo que necesita cada hijo para tener listos 
tanto  los datos de  su  clúster  como  los datos de  sus hijos en el árbol. Con esta  información 
pueden  indicar  a  su padre  cuánto  tiempo necesitan para  tener  listos  sus datos  y  los de  su 
descendencia. De esta  forma, cuando un NL haya  recibido  los mensajes DINFO de  todos sus 
hijos en el árbol  será  capaz de asignarles de  forma oportuna un  slot TDMA  acorde  con  sus 
necesidades,  notificadas mediante mensajes  SICI  (código  0x08),  y  estará  en  condiciones  de 
transmitir  su mensaje DINFO  a  su nodo padre  en  el  árbol para que  éste  a  su  vez  le pueda 
asignar slot. Para ello, el padre considerará los costes temporales de recolección en cada uno 




como en energía) de otras aproximaciones centralizadas en  las que se necesita  llevar toda  la 
información  de  los nodos hasta  el  sumidero para que  éste  de  forma  centralizada  realice  la 
planificación, y luego la difunda a cada nodo. 
Los  slots  asignados  no  quedarán  vacios  dado  que  aunque  caiga  el  NL  hijo  que  lo  tuviera 
asignado lo tomará el nuevo NL‐sustituto de aquel. Los nodos líderes en el árbol pueden añadir 
más hijos (NL en el árbol) después del periodo de configuración, para adaptar  la red a caídas 








Una vez se han creado  los árboles y clústeres y se ha establecido  la planificación comienza  la 
fase  de  operación.  Esta  fase  será  más  larga  que  la  de  inicialización  para  minimizar  la 
sobrecarga. Opcionalmente todas  las comunicaciones en  la red de sensores (tanto a nivel de 




sensores y estar dispuestos a  la  transmisión al nodo  líder de  los datos obtenidos en  su  slot 
intra‐clúster, utilizando para ello su dirección de nivel 3, como puede observarse en el DTE de 
los nodos hoja en  la  figura 4.6. El destinatario  final de dicha  transmisión será usualmente el 
sumidero, pero, gracias al mecanismo de comunicación bidireccional que incluye el protocolo, 









posibles  derivas  de  los mismos.   No  obstante,  si  la  aplicación  requiriera mayor  precisión  y 





mensaje  de  poll  transmitido  por  los  nodos  líderes,  y  que  permite  ir  compensando  las 
diferencias entre el reloj del NL y el reloj local de los nodos para homogeneizar la duración de 
los intervalos de tiempo medidos. 
El  NL  notificará  en  la  primera  ronda  de  comunicación  de  cada  ciclo  al  nodo  o  nodos 








el  NL  con  la  notificación  otorga  el  primer  slot  al  primer  nodo  sustituto  (así  como  con  los 




más  cercano  se  encuentre menos  variarán  las  condiciones  ‐distancia  al  resto  de  nodos  del 
clúster y a  los NL’s padre e hijos del NL actual‐ en caso de  fallo del NL. Los nodos sustitutos 
ocuparán  por  orden  los  primeros  slots  de  las  rondas,  de  forma  que  serán  los  primeros  en 
detectar la caída del nodo líder para asumir sus funciones (con su dirección de nivel 3) siendo 















Opcionalmente  se  puede  activar  para  las  comunicaciones  intra‐clúster  un  mecanismo  de 
polling, de forma que el esquema de comunicaciones sería TDMA‐polling, en el que los nodos 
se comportan como se ha descrito anteriormente, pero cuando  llega su slot transmitirán una 
vez  se  lo  indique  el  NL.  Además  dicho  mensaje  de  poll  será  utilizado  para  mantener  la 






próximo  slot  de  tiempo  asignado,  es más,  no  solo  puede  apagarse  la  radio  sino  todos  los 
módulos  del  nodo  para maximizar  el  ahorro  de  energía.  El NL  debe mantener  su  receptor 
encendido para recibir todos los datos de los nodos de su clúster. Cuando ha recibido todos los 
datos, el NL puede efectuar agregación de datos (opcional según  la aplicación) o compactarla 
toda  ella  en  el menor número posible de  tramas.  Los nodos NL una  vez  terminan  la  ronda 
TDMA intra‐clúster, pasan a ejecutar el inter‐clúster routing. 
Para minimizar  las  interferencias  y  colisiones  entre  clústeres  adyacentes,  y  tal  como  se  ha 
indicado  anteriormente,  en  cada  clúster  se  utilizará  un  canal  diferente  que  el  NL  elegirá 
pseudo‐aleatoriamente cuando se forma el clúster. Para  las comunicaciones  inter‐clúster,  los 
nodos NL utilizarán un canal común predeterminado. Se descarta garantizar  la asignación de 
canales  diferentes  para  clústeres  adyacentes  dado  que  es  un  problema  NP  completo 
[SCOTT96]  incluso  cuando  hubiera  un  centro  de  control  central  que  pudiera  ejecutar  los 
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comunicaciones  emplearán  obligatoriamente  la  técnica  de  TDMA‐polling  para mantener  el 
sincronismo en cada ronda y tolerar fallos en el árbol con flexibilidad. El diagrama es estados 
para este protocolo  correspondiente  a  los NL  se presenta en  la  figura 4.7. El  impacto en el 
consumo  del  mecanismo  de  polling  en  el  árbol  comparado  con  sus  beneficios  es 
extremadamente bajo. Además, considérese que, puesto que  la población de NL’s en  la  red 





tiempo  y  sin  colisiones  en  el  árbol  (el  TDMA  evita  colisiones de otros nodos del  árbol,  y  la 










hijos  en  el  árbol  la  información  que  han  recabado  de  sus  clústeres  (durante  la  fase  intra‐
clúster) y la que ha recibido a su vez de sus nodos hijos en el árbol. Así pues, el NL en cuestión 
hará polling en el slot correspondiente a cada uno de sus nodos hijos en el árbol. Una vez se 
disponga de  los datos de  las  ramas  inferiores del NL,  se procederá a  la agregación de datos 
junto con los datos recabados en su propia ronda TDMA intra‐clúster, preparando dicho NL la 
información  para  el  siguiente  salto  hacia  su  destino,  en  el  que  será  transmitida  en  el  slot 
correspondiente una vez su nodo padre en el árbol se lo señale (poll), y así irá subiendo por el 
árbol hasta  llegar al sumidero. Obsérvese que se trata de un mecanismo de encaminamiento 
















El mecanismo  de  enrutamiento  de  la  información  “descendente”  es  también  sencillo  y  sin 
costes adicionales, y sin requisitos de grandes cantidades de memoria ya que no requiere de 
tablas  de  encaminamiento,  dado  que,  según  el  mecanismo  de  asignación  de  direcciones 
descrito,  un  nodo  líder  puede  encaminar  en  función  de  los  “prefijos”  (“p”  primeros  bits 
concatenados al principio de  la dirección) por alguna de  sus  ramas  inferiores  si  reconoce el 
prefijo  como  el  de  uno  de  sus  hijos  o  hará  entrega  directa  en  algún  nodo  de  su  clúster  si 
determina por  la dirección que es un nodo asociado con él, o en caso contrario encaminará 
“hacia arriba” la información ya que el nodo destino está por otra rama. 
Una  vez  concluidas  estas  operaciones  el  NL  pasa  al  estado  sleep,  programándose  el 
temporizador para despertarse en la siguiente ronda TDMA intra‐clúster, empezando de nuevo 
el ciclo. El protocolo establece además, que si el tiempo que debe esperar un NL hasta hacer 













En  caso  de  fallo  en  un  nodo  líder  del  árbol,  se  aplicarán  los mecanismos  explicados  en  el 
apartado 4.4, no obstante,  indicar que  si a pesar de  la entrada en  funcionamiento del nodo 
sustituto, algún nodo en el árbol no alcanza a su nodo padre en el árbol, el protocolo presenta 
un mecanismo (figura 4.9) para adaptarse y elegir un nuevo padre, gracias a la notificación de 





anterioridad,  dado  que  siempre  se  inserta  a  los  nodos  nuevos  en  los  slots  posteriores) 
mediante el mensaje ASSOC‐REPLY (código 0x06), y así re‐planificarse. El nuevo padre también 
le  dará  una  nueva  dirección,  que  se  asignará  el  nodo,  y  que  servirá  para  recalcular  las 











tamaño  para  sacarle  provecho  a  la  sobrecarga  que  supone  la  formación  de  los  clústeres,  y 
adecuado para repartir de forma eficiente  la carga del rol de NL entre todos  los nodos. En  la 




A pesar que uno de  los puntos  fuertes en redes de sensores es precisamente  la  tolerancia a 
fallos debido a la alta replicación, ya que se disponen de muchos nodos en la red, el presente 
























energía.  La  elección  de  nodo  sustituto  la  hace  el  NL  cuando  constituye  el  clúster  con  las 
peticiones  que  ha  recibido.  El  protocolo  permite  que  se  establezca  una  lista  priorizada  de 
“nodos  sustitutos”  para  reforzar  la  fiabilidad.  Los  nodos  sustituos  son  notificados 
expresamente  en  la  etapa  de  inicialización  del  clúster,  transfiriéndoles  el  NL  toda  la 
información  que  necesitan  para  ejercer  en  dicho  clúster.  Se  les  reserva  siempre  la  primera 
ranura TDMA intra‐clúster para que sean los primeros en detectar la caída del NL (no reciben 
ACK del NL tras varios  intentos) y pasar a sustituirles de  inmediato de  forma que el resto de 












pertenecer  a  dicho  clúster  debido  a  que  el  NL  que  lo  dirigía  es  el  que  veían  con mayor 
potencia‐ el nodo buscará otro  clúster  (los NL dan  la oportunidad al  final de  cada  ronda de 






Para  sistemas  con  requisitos de  alta  confiabilidad,  se puede habilitar  el  funcionamiento del 
primer nodo sustituto durante todo el tiempo que está en marcha el nodo líder, es decir, que 










momento  en  que  vuelve  a  funcionar.  Téngase  en  cuenta  que  no  tiene  porque  ser  su  NL 
anterior, dado que en el  tiempo en que ha estado averiado puede haberse  reconfigurado  la 
red. Los NL, como se ha expuesto anteriormente, una vez han ejecutado el algoritmo  intra e 
inter  dedican  unos  instantes  a  difundir  su  disposición  a  asociar  al  clúster  a  nodos  que  lo 
requieran. Este es el mecanismo que dispone el protocolo y que sirve para unir a la red nuevas 








tolerancia  a  fallos  sino  también  por  prestaciones  como  se  ha  comentado,  dado  que  el 





estos  nodos  deberán  comunicarlo  al  resto  de  nodos  del  árbol mediante  el mensaje  SINK‐
FAILURE  (0x0A)  indicando  el  sumidero  que  ha  caído  y  buscar  una  nueva  ruta  (construir  un 
nuevo árbol) hacia otro  sumidero, pero el problema es que el  resto de NL por debajo en el 
árbol ya habrán pasado a estado sleep, al haber concluido la comunicación inter‐clúster, con lo 




ramas  la caída del  sumidero correspondiente), de  forma que  se despierte al  resto de nodos 
líderes con conectividad en otro/s árbol/es que pasarán a ofrecerse mediante  la notificación 
de rol (mensaje LEADER 0x01) y  los nodos dependientes del sumidero que ha fallado podrán 
solicitar unirse a ellos  (mensaje ASSOC‐REQ 0x05), de  forma que se  irá extendiendo el árbol 













para analizar posibles ofertas de NL para unirse a ellos, y en  caso que no  las hubiera  (y no 
observa ningún  tipo de  tráfico)  asume que está en  tiempo de dormir de  la  red, por  lo que 
empleará  la  técnica  de  la  señal  “radio  triggered Wake‐up”  para  despertar  al/los  NL/s  que 
esté/n  cerca  (los  nodos  hoja  tienen  enmascarada  la  interrupción  por  señal wake‐up)  y  así 
recibir sus ofertas y unirse al que vea con mejor señal (si se trata de  la  instalación de nuevos 
nodos  en  la  red,  la  señal wake‐up  puede  ser  emitida  externamente  por  el  instalador  para 








Se  ha  propuesto  una  nueva  arquitectura  para  redes  inalámbricas  de  sensores,  denominada 
Energy‐efficient aDaptative hiErarchical and robusT Architecture (EDETA), que permite realizar 
un encaminamiento muy eficiente desde el punto de vista energético, a  la vez que robusto y 
con  tiempos  acotados,  en  redes  de  sensores  de  cualquier  tamaño  y  sin  requisitos  de 







necesidad  de  que  los  nodos  sepan  su  posición  (necesidad  de  GPS  protocolos  basados 
geográficos) y tolera a fallos sin hacer inundaciones lo cual es muy ineficiente desde todos los 
puntos de vista (protocolos multicast). 
La  evaluación  de  prestaciones  del  protocolo  EDETA muestra  un  funcionamiento  estable  y 
optimo de las estructuras de clústeres y árboles, con un overhead muchísimo menor que otras 
aproximaciones que realizan cálculos de rutas o difusiones para hacer  llegar  la  información al 
sumidero, todo ello de forma automática. Además presenta una detección temprana de fallos 
en  estaciones  gracias  al  uso  de  esquemas  TDMA.  Por  otro  lado  todos  los mecanismos  de 



























 Todos  los  mecanismos  propuestos  en  la  presente  tesis  se  han  evaluado  mediante 
simulaciones. El simulador utilizado ha sido el NS‐2 (network simulator versión 2) [NS09]. En la 
actualidad,  la  inmensa mayoría de grupos de  investigación que  trabajan en  la  línea de  redes 
inalámbricas de sensores utilizan el NS‐2. 
El  método  de  evaluación  mediante  simulación  tiene  numerosas  ventajas  especialmente 
cuando se utiliza un simulador estándar ampliamente utilizado en  la comunidad científica, al 
tratarse  de  una  herramienta  suficientemente  probada  y  que  es  continuamente  corregida  y 
actualizada, de  la que  se dispone de mucha documentación que  facilita  su uso y extensión. 
Además,  resulta  inmediato  realizar  comparaciones  de  diferentes  propuestas  de  una  forma 















los mismos,  justifica  enormemente  el  uso  de  un  lenguaje  interpretado.  De  esta  forma,  el 





• Fichero  de  patrón  de  tráfico  de  red:  que  describe  el  patrón  de  tráfico  de  la WSN, 
pudiéndose utilizar diversos tipos de tráfico sintético así como trazas reales. 
• Fichero de configuración de  los nodos: que permite especificar  los protocolos de  los 
diversos niveles de la arquitectura y sus parámetros de funcionamiento. 
Cabe destacar que el número de ficheros necesarios para estas definiciones no es fijo, puede 
haber  distintos  scripts  de  configuración  que  realicen  distintas  tareas  y  se  ejecuten 
secuencialmente  por  lo  que  se  crea  un  núcleo  de  scripts  para  tal  efecto.  Rodeando  a  este 















‐ Fichero  de  traza  para  NAM:  el  NAM  (Network  Animator)  es  la  herramienta  que 
permite  visualizar  de  forma  gráfica  la  simulación,  pudiendo  observar  todo  el 





El  simulador NS‐2 es un  simulador dirigido por eventos para  la evaluación de protocolos de 





específicos  de  propagación  para  evaluar  el  rango  de  las  transmisiones  inalámbricas. Dichos 
modelos  incluyen  características  como  retardos  de  propagación,  efectos  de  colisiones  y 
detección de  la señal portadora entre otras. Por otro  lado, se  incluyen  implementaciones de 
protocolos de acceso al medio como p.e IEEE 802.11 y 802.15.4 utilizado en redes inalámbricas 
de  sensores,  así  como  se  han  modelado  interfaces  de  red  que  incluyen  características 






abstracciones  del  modelo  de  eventos  discretos  se  necesita  desarrollar  los  conceptos  en 
términos de la clase TclObject y muchas otras. La clase TclObject es la superclase de todos los 
objetos  de  la  librería  OTcl  ya  sean  planificadores,  componentes  de  red,  temporizadores  u 





















 Classifier: La  función de un nodo cuando  recibe un paquete es examinar  los campos 
del paquete, normalmente su dirección de destino, y en ocasiones, su dirección origen. 
Posteriormente,  debería mapear  dichos  valores  hacia  una  interfaz  de  salida  de  un 
objeto, que es el  siguiente  recipiente que debe analizar el paquete. En el NS‐2, esta 
tarea  la  realiza  un  simple  objeto  clasificador.  Una  serie  de  múltiples  objetos 





y  devuelve  una  referencia  a  otro  objeto  de  la  simulación  basándose  en  los  resultados  del 
matching.  Cada  clasificador  contiene  una  tabla  de  objetos  de  la  simulación  indexada  por 
número de slot. El trabajo de un clasificador es determinar el número de slot asociado con un 
paquete recibido y realizar el forward del paquete hacia el objeto referenciado por ese slot en 
























índice de  slot en  la  tabla de  slots. Si el  índice es válido, y apunta hacia un objeto TclObject 
válido, el clasificador manejará el paquete con dicho objeto usando el método recv() del propio 
objeto.  Si  por  el  contrario  el  índice  no  es  válido,  el  clasificador  invocará  una  instancia  del 






















‐ MultiCast:  El  clasificador  multicast  clasifica  los  paquetes  en  función  tanto  de  su 
dirección de origen como destino (de grupo). Mantiene una tabla (hash enlazada) que 
mapea pares de grupo fuente a números de slot. Cuando un paquete que contiene un 
grupo‐fuente  desconocido  llega  al  clasificador,  éste  invoca  un  procedimiento  OTcl 
Node::new‐group{} que añade la entrada a la tabla. Este procedimiento OTcl emplea el 












‐ MutiPath:  Este  objeto  está  diseñado  para  soportar  el  envío multipath  cuando  los 
costes  son  iguales,  esto  es,  cuando  los  nodos  poseen  rutas  de  igual  coste  hacia  el 
mismo destino y quieren emplear  todas esas  rutas simultáneamente. Este objeto no 
analiza ningún campo del paquete. Con cada paquete correcto, simplemente devuelve 



















‐ Hash:  Este  objeto  se  usa  para  clasificar  un  paquete  como  miembro  de  un  flujo 
particular.  Como  su  nombre  indica,  los  clasificadores  hash  emplean  una  tabla  hash 









 Connector:  Los  conectores,  a  diferencia  de  los  clasificadores,  únicamente  generan 
datos para un destino; o  se  entrega  el paquete  al  target_ del  vecino o  se descarta 
enviándolo a drop‐target. Su diagrama de relación se puede observar en la figura 5.8. 
Un conector recibe un paquete, realiza algunas funciones y entrega dicho paquete a su 





 DelayLink,  objeto  que modela  la  latencia  del  enlace  y  las  características  de 
ancho de banda. 











‐ Delay: La clase LinkDelay deriva de  la clase base Connector. La  latencia representa el 
tiempo requerido por un paquete para atravesar el enlace. Una forma especial de este 
objeto,  el  dynamic  link,  también  captura  la  posibilidad  de  fallo  en  el  enlace.  La 
cantidad de tiempo requerida por un paquete para atravesar el enlace se define como 

















‐ Mac  (figura  91):  El  objeto Mac  simula  los  protocolos  de  acceso  al medio  que  son 
necesarios en un medio compartido como el medio wireless o LAN. Debido a que  los 




paquete  por  el  canal.  En  el  lado  de  la  recepción,  el  objeto  Mac  asíncronamente  recibe 




















método  recv()  obtiene  un  paquete,  identifica  la  dirección  del  paquete  basándose  en  la 
presencia de un manejador de callback. Si existe tal manejador, el paquete es saliente, si no, es 
entrante.  Cuando  un  objeto Mac  recibe  un  paquete  vía  su método  recv(),  comprueba  si  el 


















‐ Queue:  Las  colas  representan  lugares  donde  los  paquetes  pueden  situarse  o 
descartarse. Asociado a este concepto está el tratamiento de los buffers, que se refiere 
a la disciplina en particular que regula la ocupación de una cola en particular. La clase 
Queue  provee  una  clase  base  usada  para  un  tipo  en  particular  de  clases  de  colas 
(derivadas), así como funciones de call‐back para implementar bloqueos. Actualmente, 
se  soporta  drop‐fail  queueing  (FIFO),  CBQ,  que  incluye  planificaciones  RR  y  por 
prioridad, Stochastic Fair Queueing (SFQ) y Deficit Round‐Robin, entre otros. 
 






















































cuando  es  una  dirección multicast  o  es  una  dirección  unicast.  Si  el  bit  es  0,  la  dirección 
representa  una dirección unicast, sino, se trata de una dirección multicast. 
 
Como  se  puede  observar  en  ambas  figuras,  el  objeto  Link  (enlace)  derivado  de  la  clase  LL 
también es un objeto de gran importancia en NS‐2. Estos enlaces son el segundo aspecto en la 
creación de la topología, que actúan como conectores de los nodos y completan la formación 
de  la  topología. NS‐2 soporta  tanto  la creación de enlaces punto por punto simples como  la 
creación  de  enlaces  bidireccionales,  emulación  de  multi‐access  LAN  u  otros  tipos  de 
conexiones wireless o media. 
Tal y como se ha visto,  los nodos son una composición de clasificadores. Un enlace sería una 
secuencia de  conectores.  La  clase  Link es una  clase  independiente en OTcl, que provee una 
serie de primitivas simples. La clase SimpleLink   ofrece  la oportunidad de conectar dos nodos 
con  un  enlace  punto  por  punto  mediante  el  procedimiento  instanciado  simplex‐link{}, 
formando de esta forma un enlace unidireccional entre ambos nodos. El enlace se encuentra 




























características  adicionales  que  permiten  simulaciones  de  redes  ad‐hoc  multi‐hop,  wireless 






el  objeto  básico Node más  un  conjunto  de  funcionalidades wireless  y  de movilidad  que  le 
otorgan habilidades como moverse a través de una topología determinada, recibir y transmitir 
señales  por  un  canal  wireless,  etc.  La  mayor  diferencia  entre  los  nodos  normales  y  un 




importantes como el canal,  la  topología, el modelo de propagación, opción de  traza, etc. Se 








































‐ MAC: Históricamente, el NS‐2 ha empleado  la  implementación de 802.11 DCF  como 








con  la  interfaz de  transmisión  tales  como  longitud de onda, energía de  transmisión, 
etc. 
 
‐ Modelo  propagación  radio:  Se  usa  la  atenuación  Friss‐Space  (1/r2)  para  distancias 
cercanas  y  una  aproximación  del modelo  de  Two  ray Ground  (1/r4)  para  distancias 
largas. La aproximación asume reflexión especular en un plano horizontal. 
 




por  el  simulador,  destacar  que  de  los  diferentes  niveles,  el  nivel  de  aplicación  esta 
implementado en OTCL mientras que el resto de niveles están implementados en C++. El nivel 
de aplicación utiliza el patrón de tráfico para generar paquetes de datos que son enviados al 
agente  de  encaminamiento,  el  cual  implementa  las  funciones  de  red  y  transporte. 
Posteriormente  el  agente de  encaminamiento  envía  el paquete  al nivel de  acceso  al medio 
siendo  procesado  previamente  por  el  nivel  de  enlace  de  datos.  Por  último  el  paquete  es 
enviado al  interfaz de red donde se calcula  la energía de transmisión necesaria para enviar el 

















broadcast del  id del nodo destino del paquete  saliente. El  resto de nodos escuchan 
durante  el  preámbulo  y  registran  los  slots  de  tiempo  para  recibir  paquetes.  De  la 





paquete  en  su  slot  de  transmisión  de  datos  y  comprueba  el  preámbulo  para  determinar  si 
existe algún paquete a recibir en otros slots. 
 






de  la señal de recepción de cada paquete. En  la capa  física de cada nodo wireless, existe un 
threshold de recepción editable mediante Phy/WirelessPhy set RXThresh_ <value>. Este umbral 


































        (5.2) 
 









la  potencia  de  recepción  como  una  función  determinista  de  la  distancia.  Ambos 
































β  es  el  denominado  exponente  de  pérdida  de  ruta  y  normalmente  se  determina mediante 
medidas  del  propio  campo  de  actuación.  Valores  más  grandes  corresponden  a  mayores 





10β       (5.4) 
 
La  otra  parte  que modela  la  variación  de  la  potencia  de  recepción  a  distancia  d,  reflejada 
mediante  una  variable  aleatoria  log‐normal  la  cual  si  se  modela  como  una  distribución 
Gaussiana se debe medir en dB. El Shadowing Model general se representa mediante (5.5): 
 
































modelo de consumo energético de  los  interfaces de  red  inalámbricos utilizados en  las  redes 
inalámbricas de sensores. Este apartado describe el modelo energético empleado para evaluar 
los mecanismos propuestos en la presente tesis. 
Hay muchas  propuestas  teóricas  para  redes  inalámbricas  de  sensores  donde  se  asume  un 







hop sin sacrificar  la vida de  los nodos y manteniendo un coste bajo de  la red. Para conseguir 
nuestra aproximación, se proponen estas asunciones realistas: 















Donde PR es  la potencia disponible en  la antena receptora, PT  la potencia proporcionada a  la 
antena  transmisora,  GR  la  ganancia  en  la  antena  receptora,  GT  la  ganancia  en  la  antena 






















La  expresión  (5.7)  constituye  una  primera  aproximación  al modelo  de  consumo  de  energía 
genérico o disipación en Julios a la hora de transmitir un paquete p: 
 







el modo que  se esté empleando. Esto  se puede apreciar en  las expresiones 5.8, 5.9, 5.10 y 
5.11. 
 
  .         (5.8) 
      .         (5.9) 
              (5.10) 
                 (5.11) 
donde Etx, Erx, Eidle y Eshut denotan  la energía disipada en el modo de  transmisión, recepción, 
idle  y  shutdown,  respectivamente. Nótese  que  el  consumo  en  los modos  de  transmisión  y 
recepción son sustancialmente mayores que en idle o apagado (shutdown), luego maximizar el 











Para  evaluar  las  prestaciones  del  protocolo  EDETA,  el  cual  intenta maximizar  el  tiempo  en 
estados  de  bajo  consumo  durante  periodos  de  transmisión  duraderos,  con  el  objetivo  de 
disminuir  lo  máximo  posible  el  consumo  de  energía  de  los  nodos,  se  va  a  realizar  una 
comparación entre el modelo de energía genérico aproximado anteriormente y el aplicado en 
EDETA. 
El modelo  de  energía  para  el modo  LE  se  ha  establecido  de  forma  que  dependiendo  del 
número  de  transiciones  shutdown‐Idle  que  se  realicen  y  su  consumo  asociado  durante  el 
tiempo de  transición  indicado,  se disipará una u otra cantidad de energía. Se ve claramente 
como la energía consumida mediante EDETA será teóricamente inferior a un protocolo que no 
realice ningún tipo de optimización de su tiempo en estado LE. Pasar en el estado shutdown el 





















De esta forma,  la energía consumida asociada a  la transición entre  los estados S1 y S2 sería  la 
proporcionada por (5.12): 
í     ó   ó       (5.12) 
 




el  realizar  según qué  tipo de  transición. Esto es prioritario, por ejemplo, cuando  se  trata de 
pasar del estado shutdown al idle, donde el tiempo que conlleva realizar dicha transición es de 
casi 1ms. Y segundo, un mayor tiempo de transición y una mayor Intensidad asociada al estado 
final,  conllevará  una  mayor  energía  disipada  debido  a  la  transición  y,  realizando 
mayoritariamente este  tipo de  transición,  se obtendrá un mayor  consumo medio. Debido  a 







Una  forma  de  optimizar  dicho  ahorro  es  apagando  el mayor  tiempo  posible  la  radio  entre 
transmisiones sucesivas y bien separadas, ya que de esta forma, eliminamos el caso en el que 
el nodo permanece en el estado  idle para estar en modo sleep, disminuyendo su consumo al 
mínimo.  Este  apagado  forzado  ha  demostrado  ser  muy  efectivo  en  términos  energéticos 
[FEENEY01]. 
 
De  este modo,  si  no  hay  ningún  paquete  esperando  a  ser  transmitido,  el  nodo,  en  vez  de 
permanecer  en  el  estado  de  Idle,  lo  hará  en  el  de  sleep.  Cuando  llegue  el momento  de 
transmitir un nuevo paquete, la radio se activará, pasando al consecuente estado y realizando 





               
(5.13) 
 
donde  Estate  es  la  energía  consumida  en  el  estado  state,  tstate  representa  el  tiempo  que  se 




producto tstate Estate  , que no tiene por qué ser  igual, relacionado con  los estados directos de 
comunicación,  luego  a mayor  número  de  transiciones mayor  gasto.  Por  otra  parte,  la  otra 
190    CAPÍTULO 5. EXPERIMENTACIÓN 
 





( )txtxrxrxidleidlesleepsleeprf tItItITIVE ×+×+×+××=     (5.14) 
 




envío,  el  nodo  permanecerá  la mayor  parte  de  su  tiempo  esperando  a  recibir  o  transmitir 



















































que  conmuta  el  transmisor‐receptor  por  unidad  de  tiempo,  que  depende  de  la  tarea  y  del 
método de acceso al medio (MAC) que se emplee. Ton puede ser reescrito como L/R, donde L 




















779‐928MHz,  amperaje medio  10.44295417mA  y  voltaje  3.6V  podría  calcularse  la  potencia 
según (5.17): 
 
30   . .
 
π





60   . .
 
π
8.148   10        (5.18) 
 
Las  diferencias  de  consumo  son  palpables  pero  para  ser  totalmente  coherentes,  se  va  a 
proceder a realizar  los mismos cálculos utilizando el modelo Two‐ray ground reflection model 
(expresiones  5.19  y  5.20).  Debido  a  que    la  señal  tiene  pérdidas  conforme  la  distancia 
aumenta, este modelo refleja dicho efecto. 
 








Queda  reflejado de  este modo que,  el  consumo por parte del  componente  de  radio de un 
nodo  es  proporcional  al  número  de  veces  que  conmuta  el  transmisor‐receptor,  esto  es,  el 
número de veces que se realiza una transición según el modelo de consumo presentado en el 
primer apartado. Dependiendo del tiempo que esté dicho transmisor encendido y del tiempo 
de  encendido  que  posea,  sumado  a  un  valor  constante  de  potencia  de  salida  del  propio 
transmisor, se consumirá más o menos. En la medida en la que nuestro módulo de radio esté 
el menor  tiempo posible actuando,  se conseguirá un ahorro de consumo considerable. Si  se 
permanece un menor tiempo, Ton, en un estado en el que la radio realiza menos consumo del 




su  dispositivo  de  radio,  permanecen  encendidos  y  cambiando  este  comportamiento  para 
disminuir dicho tiempo, apagando la radio durante los periodos de datos inactivos, se consigue 














• Eprotocolo  que  representa  los  requisitos  de  energía  necesarios  para  procesar  la 
transferencia  de  datos,  gestión  de  las  señales  del  radio‐modem  y  sobrecarga  del 
protocolo. 










5.1.3.5 Modelo  de  energía  en  adaptación  a  las  rondas  operativas  y DTE  de 
EDETA 














en el modelo de energía en  términos del modo de  funcionamiento,  se optimiza el nivel de 
batería de los dispositivos. 
 
Para  la  línea  de  tiempo  de  los  nodos  líderes,  en  la  fase  de  comunicación,  un  nodo  líder 
dispondría de un máximo de n intervalos de sleep. La duración de este período de sleep vendrá 































ronda  intra‐clúster.  En  dicho  periodo,  se  realizan  transiciones  entre  los  estados  de 
transmisión y recepción, para mandar el poll a los sensores y recibir su información. 
‐ polling hijos árbol: tiempos de polling por parte del NL a los posibles hijos dentro del 
árbol  de  CHs,  donde  después  de  los  sucesivos  polls,  se  realiza  la  agregación  de  la 
totalidad de los datos. 






‐ rxACK:  periodo  reservado  para  la  recepción  del ACK  correspondiente  el  envío  de  los 
datos. 
 
Los  tiempos  de  sleep  denotados  con  asterisco  en  la  Figura  6  indican  que,  además  de  ser 































una  ronda en  la  figura 5.28, dónde  sens y  txCH  indican  los  tiempos de  sensorización  (sense 
time) y transmisión al NL, respectivamente. A su vez, timer representa el instante de tiempo en 
el que el sensor despierta tras su periodo de sleep, tal y como se le indicó en su planificación. 














































protocolo  propuesto  para  redes  inalámbricas  de  sensores,  así  como  otras  aproximaciones 
como  son  LEACH  y  estrella,  realizando  finalmente  comparaciones  entre  los  diferentes 
protocolos. 
Para  cumplir dicho objetivo,  la metodología de  evaluación básica ha  consistido  en definir  y 
evaluar un  conjunto de escenarios básicos de  simulación. Dichos escenarios  se han definido 








Como  tráfico  de  red  se  ha  utilizado  fuentes  de  flujo  constante,  Constant  Bit  Rate  (CBR), 
definiendo el parámetro de tasa de envío. 




Cada uno de  los  resultados que  se muestran  a  continuación  se ha obtenido  a partir de un 
número  ‘n’  determinado  de  simulaciones  que  se  han  calculado  tal  y  como  se  detalla  a 
continuación. 
Los  resultados  de  cada  una  de  las  simulaciones  llevadas  a  cabo  se  han  considerado  como 
variables  aleatorias  (X1,  X2,…,  Xn)  con media  igual  a  μ.  Se  han  repetido  un  número  ‘n’  de 
simulaciones  hasta  obtener  una  estimación  de  μ  con  un  intervalo  de  confianza  del  90% 
utilizando la expresión (5.24): 
, .     (5.24) 
 Donde  , . representa el límite superior de una distribución de Student t con n – 1 grados 
































Texas  Instruments).  El  transceiver  de  radio  consume  en  modo  sleep  3.6x10‐6  watts,  en 
recepción 0.072 watts  y en  transmisión depende de  la distancia,  realizándose  la estimación 
mediante el modelo two ray ground model [TYAN09] proporcionado por el NS2. 
La energía usada por el circuito de radio es 50x10‐9 J/bit, la velocidad de transmisión 250Kbps 
y  la  frecuencia  utilizada  868MHz,  dado  que  después  de  varios  experimentos  [CAPELLA07, 
MANZANO08]  se  ha  concluido    que  es mucho más  adecuada  para  redes  inalámbricas  de 
sensores que la banda de 2.4Ghz, tanto por consumo como por alcance de los nodos.  
Todas  las  simulaciones  se  han  realizado  con  8  Julios  de  energía  inicial.  El  sumidero  se  ha 
ubicado  en  el  centro  del  escenario,  y  los  nodos  se  han  distribuido  aleatoriamente.  Se  han 
realizado  simulaciones  con  diferente  número  de  nodos  en  escenarios  de  distinto  tamaño, 




Para  llevar a cabo  las simulaciones con LEACH, se han utilizado  las extensiones mencionadas 
anteriormente. Mientras que para simular con el protocolo en estrella, se ha desarrollado un 
modelo del mismo para ns2.33, validado con resultados empíricos. 











consumo  aumenta  debido  a  que  se  deben  reducir  los  tiempos  de  sleep,  pero  podemos 












































consumo  de  energía  se  incrementa  en  un  600%.  Dicho  incremento  es  debido  a  la  poca 
escalabilidad que  supone  el que  todos  los  cluster  heads  tengan que  transmitir  sus datos  al 
sumidero  incrementándose al haber más nodos  las colisiones y por tanto  las retransmisiones 
lo cual incrementa muy notablemente el consumo. Por otro lado en EDETA los nodos no tienen 
que  transmitir al sumidero sino al nodo más cercano que hayan elegido, siendo necesaria  la 









simulado  escenarios  de  100x100,  200x200,  500x500  y  1000x1000 metros  con  200  nodos.  
Cuando  se  incrementa  el  área  de  simulación  los  protocolos  cuyos  nodos  deben  transmitir 
directamente  a  sumidero  incrementan  el  consumo  de  energía  mucho  más  rápido  que  el 
protocolo EDETA, el cual demuestra que escala muy bien debido a su segundo nivel jerárquico 
















































a  la duración del protocolo en estrella en  los escenarios  simulados, como  se muestra en  las 
gráficas. Si bien, con escenarios más grandes la energía necesaria para que cada nodo alcance 




















































de  paquetes  perdidos muy  por  debajo  de  otras  aproximaciones  como  LEACH  y mostrando 
además un  comportamiento mucho mejor  aun  en  superficies  extensas.  Todo  ello  se  puede 
apreciar en  la figura 5.37, donde se han simulado escenarios desde 200 nodos en un área de 










hasta  10  veces  más  que  con  dicho  protocolo,  proporcionando  además  características  no 























































































































Las  técnicas propuestas en  la presente  tesis  se han  implementado  también en nodos  reales 
para probar  la viabilidad de  las mismas y evaluar su comportamiento real. Se ha aplicado en 
diversos  campos  y  proyectos  como  se  mostrará  a  continuación.  Además,  previo  a  las 
implementaciones  de  los mecanismos  de  EDETA,  se  han  puesto  en marcha  y  evaluado  –
realizando  diferentes mediciones  de  consumo,  etc.‐  diversas  plataformas  hardware  (figura 
5.38) para redes  inalámbricas de sensores (Telos [TELOS04], Micaz [MICAZ04], Jennic  JN5121 
[JENNIC51],  CC2420  [CC2420_06]  y  CC2430  [CC2430_08]  junto  diversos microcontroladores 
como  el C8051F310, C8051F040  y  el C8051F041, etc.) desarrollándose  los  correspondientes 










integral  para  la  gestión  y  control  de  cargas  eléctricas  residenciales:  Una 
oportunidad para  la participación activa de usuarios finales en  la disminución 










inalámbricos  (SENIN)”.  Generalitat  Valenciana  ‐  Programa  GESTA.  Periodo 
2006‐2007. 






• Tesis de máster: “Diseño e  implementación de un sistema de detección de  incendios 
mediante  una  red  de  sensores  inalámbricos”.  Autor:  Guillermo  Campos  Bonet. 







• Campo:  Mejora  y  optimización  de  las  tecnologías  para  la  aplicación  de  redes 
inalámbricas de sensores 
o Proyecto de  investigación  implicado: “Investigación básica fundamental sobre 
tecnologías constitutivas de un sistema de Red  Inalámbrica de Sensores y su 




5.3.1  Plataforma  hardware  para  la  implementación  de  EDETA  y 
mediciones reales realizadas 
A  continuación  se  presenta  una  de  las  implementaciones  llevadas  a  cabo  utilizando  el 
transceiver  Texas  Instruments/Chipcon  CC1101.  En  la  tabla  5.1  se  pueden  apreciar  los 
requisitos de corriente para  los diferentes estados que soporta  (idle,  receiving,  transmitting, 
shut‐down), mostrándose tanto los datos contenidos en las especificaciones como las medidas 












Modo recepción para 898 MHz (SRX) 15.7 (reduced mode) 19.6 mA 
Modo “SLEEP” (SPWD) 0.2 0.07 uA 
Modo transmisión, 868 MHz, FSK, 10 
dBm 
35.5 - mA 
Leakage current pin CS (chip not 
selected) 
No documentado < 1uA N/A 




El  propósito  de  este  apartado  es  analizar  los  requisitos  reales  de  energía  de  los  nodos 
implementados ejecutando por un  lado EDETA y por otro una configuración en estrella, para 





















Microcontrolador en modo sleep + RTC 1.0 86313.60 8.75 
Microcontrolador activo 3000.0 86.40 26.28 
Sensirion SHT1x activo 900.0 5.00 0.45 
Sensirion SHT1x desconectado 0.0   
Sensirion SHT1x sleep 0.3   
LED activo 1000.0 43.20 4.38 
Sensor luz TAOS activo 780.0 43.20 3.41 
Sensor luz TAOS desconectado 0.0   
RF modem CC1101 transmitiendo + idle 35000.0 3.00 10.64 
RF modem CC1101 sleep 1.0 86397.00 8.75 
RF modem CC1101 recibiendo + idle 19.6 0.00  

















Microcontrolador modo sleep + RTC 1.0 86293.60 8.74 
Microcontrolador activo 3000.0 106.40 32.36 
Sensirion SHT1x activo 900.0 5.00 0.45 
Sensirion SHT1x desconectado 0.0   
Sensirion SHT1x sleep 0.3   
LED activo 1000.0 43.20 4.38 
Sensor luz TAOS activo 780.0 43.20 3.41 
Sensor luz TAOS desconectado 0.0   
RF modem CC1101 transmitiendo + 
idle 
35000.0 3.00 10.64 
RF modem CC1101 modo sleep 1.0 86397.00 8.75 






Dados  estos  resultados  se  ha  estimado  la  vida  de  varios modelos  de  baterías  comerciales 
empleadas  en  las  implementaciones  realizadas.    La  tabla  5.4  muestra  la  duración  de  los 








EMB er14250 3,6 V 
(seleccionada) 
1100 75 13.16 
Lithium-tionyl 2/3 AA 3,6 V 1700 75 20.34 
Duracell 34mmx16,9diam. 3 
voltios. DL12AB1 Ultra M3 
1500 75 17.95 
Duracell Ultra 3 v. 27x15.6 
diam DCLR2 
















EMB er14250 3,6 V 
(seleccionada) 
1100 75 10.22 
Lithium-tionyl 2/3 AA 3,6 V 1700 75 15.80 
Duracell 34mmx16,9diam. 3 
voltios. DL12AB1 Ultra M3 
1500 75 13.94 
Duracell Ultra 3 v. 27x15.6 
diam DCLR2 
950 75 8.83 
 
Tabla 5.5. Duración estimada baterías para la implementación basada en EDETA 
Como  se  muestra  en  los  cálculos  realizados  la  implementación  de  EDETA  basada  en  los 
parámetros  indicados  y  utilizando  el  modelo  de  batería  EMB  er14250  3,6  V  (batería 
económica) garantiza una duración de  las baterías de más de 10 años,  siendo una duración 
más que aceptable para una  red  inalámbrica de  sensores, y más  teniendo en cuenta que el 
protocolo  proporciona  muchos  más  mecanismos  y  características  que  una  simple 
configuración en estrella. 
5.3.2 Aplicación de la plataforma hardware  










son detectados mediante  variaciones de  la  reflexión de  la  luz producida por un  led de  alta 










Ghz  utiliza  antenas  más  pequeñas  pero  su  comportamiento  es  peor  ante  fenómenos 
meteorológicos  o  objetos  que  se  cruzan,  alcanzándose menores  distancias.  La  banda  ISM 
europea de 433Mhz  también  fue  considerada pero el  tamaño de  la  antena necesaria es  ya 
demasiado grande. 
El  sumidero  fue  construido  ensamblando  kits  de  evaluación  y módulos  comerciales  como 
puede apreciarse en la figura C. El microcontrolador que coordina todo el sistema es el Silabs 
C8051F120, un microcontrolador de alto rendimiento que puede alcanzar picos de 100 MIPS. 



























un  único  sumidero,  el  posicionarlo  centradamente  a  la  distribución  total  de  nodos  es 
preferente a colocarlo lateralmente ya que el consumo total de energía es bastante menor. La 
















En  el  caso  de  dos  sumideros,  hay  dos  configuraciones  que  obtienen  buenos  resultados.  En 
concreto, para el caso  rojo y gris existe un empate ya que ambas elecciones  resultan en un 
bajo consumo de energía y alto porcentaje de recepciones CBR. Visualmente, como se puede 
verificar  en  las  figuras  5.43  y  5.44,  esto  resulta  en  que  la mejor manera  de  disponer  dos 














Con  una  configuración  de  tres  sumideros,  una  distribución  geométricamente  triangular  en 
primera  instancia  debería  ser  la  que mejor  resultados  obtuviese  (figura  5.45). Otro  tipo  de 














































Para  un  escenario  alargado  como  este,  es  una  buena  apuesta  constatada  mediante  los 
experimentos realizados, el situar  linealmente separados  los sumideros, obteniendo así como 
se  puede  apreciar  en  la  gráfica  de  la  figura  5.52,  un  notable  ahorro  energético  y  un  gran 











Los  experimentos  realizados  nos  vuelven  a  indicar  la  conveniencia  de  la  distribución 
















Debido  a  la  experiencia  adquirida  en  los  anteriores  experimentos,  se  ha  valorado  la  









De  un modo  global  podemos  observar  en  las  figuras  5.56  y  5.57  la  influencia  que  tiene  el 
número  de  sumideros  que  instalemos.  Ante  un  mayor  número  de  sumideros,  el  gasto 
energético  de  los  nodos  en  total  será menor,  ya  que  se  reparte  el  gasto  alrededor  de  los 
diversos sumideros. De igual manera, puesto que un buen reparto de los sumideros resulta en 



























sensores.  Se han  simulado un  amplio  rango de escenarios modificando  los parámetros más 
significativos de una WSN. 
El protocolo EDETA propuesto en la presente disertación ha obtenido las mejores prestaciones 
frente  a  las otras  aproximaciones de protocolos WSN  jerárquicos  [DEOSAR09],  a  la  vez que 
presenta características innovadoras que no poseen las otras opciones. 
La  evaluación  de  prestaciones  del  protocolo  EDETA muestra  un  funcionamiento  estable  y 
optimo de las estructuras de clústeres y árboles, con un overhead muchísimo menor que otras 





multiplicando por tanto  la duración de  la vida de  la red, presentando una tasa de pérdida de 
paquetes notablemente menor,  y ofreciendo  además  características novedosas en  redes de 
sensores, a  la par que necesarias para determinados nuevos campos de aplicación, como son 
mecanismos de tolerancia a fallos y tiempos acotados. 


































investigación  sobre el  tema. Como  fruto de dicho estudio  se ha gestado el  capítulo 2 de  la 
presente  Tesis,  que  analiza,  compara  y  evalúa  las  propuestas  más  interesantes  de  las 
actualmente disponibles.  
En  segundo  lugar,  dentro  del  amplio  campo  de  las  RIS  se  centraron  los  esfuerzos  en  los 
algoritmos de MAC y encaminamiento, como aspectos fundamentales en  las prestaciones de 
este  tipo  de  sistemas.  De  este  estudio  se  extrajeron  valiosísimas  conclusiones,  que  se 
emplearon en  la definición del protocolo EDETA tal como se  indica en el capítulo 3. Entre  las 
conclusiones más  interesantes  de  este  estudio  cabe  destacar  la  elección  del  consumo  de 
energía como parámetro fundamental, orientando los esfuerzos hacia la minimización de este 
parámetro.  Un  consumo  eficiente  prolonga  el  tiempo  de  vida  de  los  nodos  inalámbricos, 
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aumentando el  tiempo de  vida de  la WSN. Otro de  los objetivos ha  sido  la  robustez en  las 
comunicaciones,  cuestión  también muy  importante  de  cara  a mantener  la  red  operativa  y 
minimizar el  impacto sobre el consumo y  los retardos en  las comunicaciones en presencia de 
fallos,  cuestión  que  resulta  decisiva  en  ámbitos  de  aplicación  industriales  cada  vez  más 
demandados en la actualidad. 
En  tercer  lugar,  fruto  de  los  estudios  previos  se  concluyó  que  ningún  protocolo  cumplía 
totalmente  las  expectativas  deseadas,  por  lo  que  se  procedió  a  la  propuesta  de  un  nuevo 
protocolo, denominado EDETA, que mejorase además de forma significativa los parámetros de 
prestaciones  propuestos  en  los  estudios  anteriores.  El  capítulo  4  especifica  este  nuevo 







1) Análisis  exhaustivo  de  las  diversas  tecnologías  inalámbricas,  realizando  además 
experimentos prácticos, habiéndose realizado estudios de  interferencias  [CAPELLA07, 
MANZANO08], evaluándose diversas plataformas hardware y desarrollando para ellas 
capas MAC  y  aplicaciones  para medición  de  consumos  [CAPELLA09b,  CAPELLA09e], 
para determinar  las más adecuadas a  las  fines perseguidos en  redes  inalámbricas de 
sensores.  Una  de  las  conclusiones  a  las  que  se  llegó  es  que  las  tecnologías  más 
apropiadas  para  nuestros  fines  son  aquellas  que  utilizan  bandas  de  frecuencia  sub‐
gigahercio, al obtenerse menor consumo y mayores distancias.  
2) Estudio  general  y  evaluación  de  las  diferentes  aproximaciones  al  enrutamiento  en 
redes  de  sensores,  de  este  estudio  se  concluyó  que  la  línea  más  apropiada  la 
constituyen  los protocolos  jerárquicos basados en clusterización, determinándose  los 
aspectos  a  mejorar  en  protocolos  existentes,  así  como  nuevas  características 
necesarias que éstos no incorporan (Capítulo 2 y 3). 
3) Tras las evaluaciones realizadas se ha llegado a la conclusión de que una de las mejores 




el  protocolo  permita  tener  completamente  apagados  el mayor  tiempo  posible  los 
nodos,  cualquiera  que  sea  el  rol  que  ejecuten.    Cuando  el  objetivo  es  reducir  el 







sumideros  en  una  red  de  sensores,  concluyéndose  que  la  mejor  alternativa  la 
constituyen  los denominados “centroides” de  la población de nodos para optimizar el 
consumo de  energía  y  aumentar  la  vida de  la  red. Además,  resulta  fundamental un 
adecuado balance  entre  el número de nodos  (tamaño de  la  red)  y  el de  sumideros  
tanto  desde  el  punto  de  vista  del  consumo  como  desde  el  punto  de  vista  de  la 
fiabilidad así como de la productividad y operatividad de la red. 




7) Se  han  propuesto  diversos mecanismos  de  recuperación  en  caso  de  fallo  de  nodos 
sensores,  nodos  líderes  y  nodos  sumidero,  que  se  han  demostrado  eficaces,  y  que 
mantienen la red operativa y minimizan el impacto sobre el consumo y los retardos en 
las  comunicaciones  aún  en  presencia  de  fallos.  Estos mecanismos  no  suponen  una 
sobrecarga  excesiva  para  los  nodos,  ni  en  cuanto  a  energía  consumida,  mensajes 
intercambiados ni tiempo de cómputo. 
8) El ajuste de parámetros de una red inalámbrica de sensores depende directamente de 
los  requisitos  de  la  aplicación.  No  existen  soluciones  globales  eficientes  adecuadas 
para  cualquier  aplicación  o  escenario.  Las  características  de  las WSN  hacen  que  el 
diseño de  las mismas  represente un  compromiso de prestaciones. El mecanismo de 
elección  de  nodo  líder  padre  en  el  árbol  que  se  ha  propuesto  permite  una  óptima 
selección de rutas permitiendo prolongar el tiempo de vida de los nodos y la red. 
9) Propuesta  y  evaluación  de  un  nuevo  protocolo  (EDETA)  para  redes  de  sensores 
inalámbricas que contempla todos  los objetivos y aspectos estudiados, analizando su 
comportamiento  mediante  diversos  experimentos  y  pruebas  prácticas,  y 
comparándolo con otras alternativas existentes, habiendo demostrado una eficiencia 
energética  superior proporcionando además  características novedosas en protocolos 
de  enrutamiento  en  redes  inalámbricas  de  sensores  como  escalabilidad,  flexibilidad 
(funcionamiento  adecuado  y  transparente,  sin  necesidad  de  intervención  humana, 


























ofreciendo  además  características novedosas en  redes de  sensores,  a  la par que necesarias 
para determinados nuevos campos de aplicación, como son mecanismos de tolerancia a fallos 
y tiempos acotados. 
Habiendo  cumplido  todos  los  objetivos  fijados,  consideramos  que  el  propósito  final  de  la 
presente  tesis  ha  sido  alcanzado  satisfactoriamente,  concluyéndose  por  tanto  la  presente 
memoria. 
6.2 Publicaciones relacionadas con la tesis 
El  trabajo  de  investigación  relacionado  con  la  presente  tesis  ha  dado  lugar  a  las  siguientes 
publicaciones en revistas y conferencias  internacionales (varias  indexadas en JCR‐SCI, CORE o 




wireless  networks:  definition  of  a  generic  control  architecture”,  Proc.  IEEE 
International Conference on Industrial Technology, Túnez, 2004. 
• J.V. Capella, A. Bonastre, R. Ors, “Industrial applications of wireless networks: A bridge 
crane  distributed  control  system  based  on  Bluetooth”,  Proc.  IEEE  International 
Conference on Industrial Technology, Túnez, 2004. 
• J.V.  Capella,  A.  Bonastre,  R.  Ors,  J.J.  Serrano,  “New  challenges  in  wireless  sensor 
networks:  fault  tolerance  and  real  time”,  Proc.  IEEE  International  Conference  on 
Industrial Technology, Hong Kong, China, 2005. 
• J.V. Capella, J.J. Herrero, A. Bonastre, R. Ors, "Integration and application of emerging 
RF  systems  formed  by  wireless  sensor  networks:  exhaustive  experiment  to  their 
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International  Conference  on  Mobile  Ubiquitous  Computing,  Systems,  Services  and 
Technologies, Valencia, España, 2008.  
• J.V.  Capella,  A.  Bonastre,  R.  Ors,  S.  Climent,  "A  new  energy‐efficient,  scalable  and 






wireless  sensor  networks  architecture  applied  to  a wireless  fire  detection  system", 






wireless  sensor  networks  architecture:  application  to  habitat  monitoring",  IEEE 
Telecommunications Forum TELFOR, 2009. 
• J.V. Capella, A. Bonastre, R. Ors, M. Peris,  “A wireless  sensor network  approach  for 
distributed  in‐line  chemical  analysis  of  water”,  International  Journal  of  Pure  and 
Applied Analytical Chemistry, TALANTA, Elsevier, Nº 5, Vol. 80, 2010. 


















no  resultan  adecuadas,  puesto  que  la  reconstrucción  del  clúster  debe  realizarse  de 
forma habitual. En este entorno, se pretende utilizar mecanismos propuestos en redes 
móviles para mejorar  la eficiencia energética y aumentar  la robustez en sistemas que 
requieran  esta  movilidad.  En  esta  línea  se  ha  solicitado  un  nuevo  proyecto  de 
investigación  titulado  “IRISAMI  –  Integración  de  Redes  Inalámbricas  de  Sensores 
Autoconfigurables  y  Móviles  en  Internet”  en  la  convocatoria  de  2010  del 
Vicerrectorado de Investigación de la UPV. PAID‐06‐10 
• Estudiar  la  adición  de  nuevos  mecanismos  de  seguridad  que  no  perjudiquen  las 
características  fundamentales  del  protocolo  y  lo  hagan más  seguro  frente  a  nuevas 
amenazas. 
• Estudiar  y  adaptar  los  parámetros  y  mecanismos  del  protocolo  EDETA  para  su 
aplicación en  redes  subacuáticas de  sensores  (Underwater  Sensor Networks – USN): 
Las redes subacuáticas de sensores constituyen un caso especial de las RIS que, por su 
elevado interés científico y comercial, han captado la atención de un buen número de 
investigadores.  En  este  entorno  el  medio  de  transmisión  no  es  adecuado  para  la 
transmisión vía radio, por lo que deben emplearse otros tipos de señales – en muchos 
casos,  sónicas  –  para  la  transmisión.  Este  cambio  de  comportamiento  hace  que  los 
protocolos  habituales  en  RIS  terrestres  no  sean  aplicables,  mientras  que  EDETA, 
gracias  a  su  extrema  flexibilidad,    puede  ser  susceptible  de  adaptación  únicamente 
modificando  algunos  parámetros  de  funcionamiento.  Esta  línea  se  encuentra 
actualmente  en  estudio,  habiéndose  solicitado  para  ello,  entre  otras  cosas,  un 
proyecto coordinado a  la CICYT titulado “RISTA:  Investigación Fundamental en Redes 
Inalámbricas  de  Sensores  Terrestres  y  SubAcuáticas  con  nodos  fijos  y  móviles. 
Aplicación a  la monitorización  y  visualización de entornos marinos” en  colaboración 
con  la Universidad  de  Sevilla,  la Universidad Miguel Hernández  y  la Universidad  de 
Girona. 
• Implementación  de  sistemas  comerciales  basados  en  EDETA:  En  la  actualidad  se 
encuentran en proceso de producción diversos dispositivos para la implementación de 
redes  inalámbricas  de  sensores  basados  en  el  protocolo  propuesto.  A  través  de  la 
empresa “Wireless Sensor Networks Valencia”, spin off de la Universidad Politécnica de 
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