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Рисунок 1. Блок-схема робота-лунохода 
 
Заключение. В результате выполнения работы у нас получилась рабочая модель робота-лунохода для 
музея космонавтики. Модель прошла апробацию и получила диплом первой степени на областной выставке 
технического творчества школьников. 
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Цифровая обработка сигналов широко применяется для их фильтрации от случайных помех. Од-
ним из способов фильтрации является коды исправляющие ошибки. Коды, исправляющие ошибки, бы-
вают блоковые и древовидные. Поскольку коды, исправляющие ошибки, широко применяются в систе-
мах дальней космической связи и в различных система телекоммуникации, то детальное изучение таких 
кодов актуально и своевременно. Цель – рассмотреть принцип построения блоковых кодов Хэмминга на 
основе порождающей матрицы и порождающего многочлена. 
Материал и методы. Материалом исследования, изложенного в данной работе, является цифро-
вая обработка сигналов. Предметом исследования выступают блоковые коды Хемминга. Методы иссле-
дования – анализ, синтез, обобщение. 
Результаты и их обсуждение. В данной работе методы цифровой обработке сигналов рассматри-
ваются на примере блоковых кодов Хэмминга V(9,3) и циклических кодов такой же размерности. В каче-
стве порождающей матрицы кода Хэмминга V(9,3) была выбрана матрица: 
 
Порождающая матрица циклического кода была составлена на основе следующего порождающего 
многочлена: 
 
Этот порождающий многочлен соответствует следующей порождающей матрице :  
 
Размерность рассматриваемого кода равна 3 , поэтому в качестве информационных слов будет 
следующий набор из векторов длинной 3: (000), (001) , (010) , (011), (100), (101), (110), (111). 
Кодовые слова можно получить по формуле: Gic   [2]. 
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В результате можно получить следующий код Хэмминга V(9,3): 
 
Расстояние кода равно 4. Поэтому код может исправлять одну ошибку и обнаруживать 3 и менее 
ошибок. Было создано нормально расположение для исправления единичных ошибок, вычислена прове-
рочная матрица и составлена таблица синдромов образующих элементов каждого смежного класса.  
С помощью генератора случайных чисел в каждом кодовом слове была смоделирована ошибка в одном из 
регистров, затем с помощью таблицы синдромов выполнена декодирование с исправлением ошибок. 
Заключение. Таким образом, рассмотрен принцип построения блоковых кодов Хэмминга на ос-
нове порождающей матрицы и порождающего многочлена. Подробно рассмотрим алгоритм декодирова-
ние на основе синдромов.   
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Предотвращение несанкционированного доступа является одной из основных проблем защиты 
информации. Все популярные операционные системы содержат различные подсистемы защиты от не-
санкционированного доступа. Например, при запуске сеанса работы в операционных системах семейства 
MS Windows выполняется аутентификация пользователей. 
Выпускаемые производителями программного обеспечения пакеты обновлений и исправлений 
программных продуктов объективно несколько отстают от информации об обнаруживаемых уязвимо-
стях. Поэтому в дополнение к стандартным средствам защиты необходимо использование специальных 
средств ограничения или разграничения доступа [1]. 
Целью настоящей работы является разработка программного средства для защиты персональных 
компьютеров от несанкционированного подключения USB-устройств на военной кафедре ВГУ имени 
П.М. Машерова. 
Материал и методы. При разработке программного средства для защиты USB-портов 
от несанкционированного доступа использовался пакет Microsoft Visual Studio 2015. Пакет представляет со-
бой набор инструментов для создания программного обеспечения: планирование разработки, разработка 
пользовательского интерфейса, написание кода, тестирование, отладка, анализ качества кода 
и производительности, развертывания в средах клиентов и сбора данных телеметрии по использованию. Все 
инструменты доступны в интегрированной среде разработки (IDE) Visual Studio. По умолчанию VisualStudio 
обеспечивает поддержку языков программирования C#, C и C++, JavaScript, F# и VisualBasic [2]. 
В качестве языка программирования в данной работе использовался C#. 
В процессе разработки программного средства защиты персональных компьютеров от 
несанкционированного доступа решались следующие задачи: 
1. Изучение принципов построения системы безопасности компьютерного класса военной кафедры. 
2. Изучение принципы функционирования шины USB. 
3. Определение набора групп пользователей и системных разрешений для работы с реестром опе-
рационной системы в контексте подключения USB-устройств. 
4. Проектирование и программирование инструмента для предотвращения несанкционированно-
го подключения USB-устройств к персональному компьютеру. 
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