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Samenvatting
Inleiding Deze studie onderzoekt het voorkomen van cyberpesten bij Vlaamse
jongeren en de link met internetgebruik en uiteenlopende internet-opvoedings-
praktijken die ouders toepassen.
Methode Data werden verzameld op het gezinsniveau (N = 357 gezinnen) waarbij
zowel een jongere tussen 13 en 18 jaar (M = 15,73 jaar) als de moeder en de vader
een vragenlijst invulden (N = 1.071 individuen).
Resultaten Meisjes worden vaker het slachtoffer van cyberpesten dan jongens,
en online risicogedrag hangt samen met cyberpesten. Het opleggen van regels,
monitoring en supervisie zijn niet gerelateerd aan cyberpesten, maar het onderhou-
den van een open ouder-kindcommunicatie rond internetgebruik gaat samen met
minder online pestgedrag.
Conclusie Het is belangrijk dat er wordt ingezet op online vaardigheden. Ouders
kunnen ondersteund worden bij de vraag hoe ze de communicatie rond internetge-
bruik met hun kind kunnen stimuleren.
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Links naar relevante websites: http://www.hig.be/nl/nieuws/jongeren-online-onderzoek-bij-
gezinnen-naar-de-ouder-kindcommunicatie-over-online.
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Cyberbullying among the young
Do parents make a difference?
Abstract
Objective This study investigates cyberbullying among young people in Flanders,
and the link with internet use and diverse parental practices in the field of internet
use.
Method Data were gathered at the family level (n = 357 families). In each family,
a young person aged 13 to 18 (Mage = 15.73), the mother and the father completed
a questionnaire (n =1,071 individuals).
Results Girls are more likely than boys to become a victim of cyberbullying,
and cyberbullying is linked with online risk behaviour. Rule-setting, monitoring
and supervision are not related to cyberbullying, but maintaining an open parent-
child communication about internet use is associated with reduced perpetration of
cyberbullying.
Conclusion It is important that the young are supported in developing internet
skills. Parents can be supported in learning how they can stimulate communication
about internet use with their child.
Keywords
cyberbullying · parental mediation · internet education · online risk behaviour
Inleiding
Internet biedt vele mogelijkheden voor jongeren, bijvoorbeeld op het vlak van
zelfontplooiing, het aangaan van nieuwe sociale relaties en het onderhouden van
bestaande relaties (Borca et al. 2015), maar er zijn ook risico’s aan verbonden zoals
cyberpesten, het pesten via digitale media. Cyberpesten vertoont gelijkenissen met
traditioneel pesten (‘offline pesten’) in dat het herhaaldelijk en gedurende een
langere periode voorkomt, er een machtsongelijkheid is in het voordeel van de
dader en er een bedoeling is om te kwetsen. Merk op dat cyberpesten haast
per definitie een herhaaldelijke karakter heeft, aangezien alles wat op internet
verschijnt daar moeilijk weer af te halen is en het slachtoffer dus herhaaldelijk
met eenzelfde pestactie kan worden geconfronteerd. Cyberpesten verschilt van
traditioneel pesten in dat de dader anoniem kan blijven indien hij/zij dit wil, het
moeilijker detecteerbaar is, daders hun slachtoffer 24/7 kunnen lastigvallen en de
daders niet onmiddellijk geconfronteerd worden met de impact van hun acties, zoals
de emotionele of fysieke reactie van het slachtoffer en omstanders (Cassidy et al.
2013; Heirman en Walrave 2012). De gevolgen van cyberpesten kunnen vergaand
zijn, bijvoorbeeld depressie, laag zelfbeeld en psychosomatische problemen als
slapeloosheid (Cassidy et al. 2013; Livingstone en Smith 2014). Cyberpesten
piekt tussen de leeftijd van 12 en 15 jaar, waarna het weer afneemt (Livingstone
en Smith 2014). De precieze prevalentiecijfers van cyberpesten fluctueren sterk
van studie tot studie naargelang de manier waarop het gemeten werd. Uit twee
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Vlaamse studies bij jongeren (DICA en Jongeren 2.0) blijkt dat 14% tot 19% van
de meisjes en 8% tot 13% van de jongens al eens slachtoffer was van cyberpesten
(Van Ouytsel et al. 2014). In Nederland geven recente cijfers aan dat ongeveer
7% van de jongeren tussen 15 en 25 jaar cyberpesten heeft meegemaakt (Centraal
Bureau voor de Statistiek 2017). Kortom, cyberpesten is geen randfenomeen, en
het blijft belangrijk om in te zetten op een goed begrip ervan. Daarbij rijst ook
de vraag wat ouders kunnen doen om te vermijden dat hun kind slachtoffer en/of
dader wordt.
De huidige studie onderzoekt daderschap en slachtofferschap van cyberpesten
bij Vlaamse jongeren tussen 13 en 18 jaar, en gaat op zoek naar de relevantie van
opvoedingspraktijken die ouders toepassen met betrekking tot internetgebruik. De
studie maakt gebruik van triadische data, waarbij informatie werd verzameld bij
drie verschillende actoren binnen eenzelfde gezin, met name de moeder, de vader
en het kind. Op die manier kan rekening worden gehouden met de verschillende
percepties rond opvoeding van iedere betrokken actor. In wat volgt worden concrete
doelstellingen geformuleerd op basis van de literatuur omtrent cyberpesten en
internet-opvoedingspraktijken.
Literatuurstudie
Cyberpesten is gerelateerd aan de manier waarop jongeren internet gebruiken. Zo
hebben jongeren die meer tijd online spenderen en die meer online risicogedrag
vertonen, zoals het delen van wachtwoorden of het praten met onbekenden, een
grotere kans om betrokken te raken bij cyberpesten (Mesch 2009; Mishna et al.
2012). Dit betekent dat ouderlijke praktijken op het vlak van internetgebruik, zo-
genaamde ‘ouderlijke mediatiestrategieën’, mogelijk ook een rol spelen op het vlak
van cyberpesten. Ouderlijke mediatiestrategieën verwijzen naar allerlei praktijken
die ouders toepassen om het internetgebruik van hun kind veiliger te laten verlo-
pen (Symons et al. 2017c; Valkenburg et al. 2013). Strategieën die onderscheiden
worden zijn bijvoorbeeld het samen gebruikmaken van internet (de ouder zoekt
samen met het kind online iets op of toont het kind hoe internet te gebruiken),
supervisie (de ouder kijkt toe of is in de buurt wanneer het kind online is), tech-
nische mediatie (de ouder maakt gebruik van software om de toegang tot internet
te beperken), interpretatieve mediatie (de ouder informeert het kind over hoe om
te gaan met internet), restrictieve mediatie (de ouder legt regels op met betrek-
king tot waar, wanneer en hoe lang het kind online mag zijn alsook wat het kind
online mag doen), en het actief monitoren of volgen van het internetgedrag van
het kind (de ouder gaat achteraf nakijken wat het kind online zoal heeft gedaan
of leest persoonlijke berichten van het kind na). Met betrekking tot cyberpesten
werd vastgesteld dat dit minder voorkomt wanneer er regels worden opgelegd die
ervoor zorgen dat de jongere minder tijd online spendeert en geen toegang heeft
tot internet op de slaapkamer (Khurana et al. 2015; Law et al. 2010). Ook het
opleggen van regels omtrent met wie de jongere online mag communiceren kan het
risico op het meemaken van cyberpesten verlagen (Livingstone en Helsper 2008).
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Voor het installeren van monitoring-software en het toepassen van actieve monito-
ring lopen de bevindingen uiteen (Law et al. 2010; Livingstone en Helsper 2008;
Khurana et al. 2015; Navarro et al. 2013). Het samen gebruiken van internet en
directe supervisie werden niet gerelateerd aan een verlaagd risico op cyberpesten
(Livingstone en Helsper 2008; Khurana et al. 2015).
Naast de mediatiestrategieën die ouders kunnen toepassen om het internetge-
bruik van hun kind te sturen en te volgen, is het belangrijk dat er op een open
manier over internetgebruik kan worden gepraat; dit wil zeggen dat de jongere
het gevoel heeft dat alles bespreekbaar is (Symons et al. 2017b). Het internetge-
bruik bij jongeren is immers bijzonder moeilijk te volgen, vanwege uiteenlopende
obstakels zoals het private karakter van het internetgebruik en het persoonlijke
smartphonebezit (Mascheroni en Ólafsson 2013), en de zogenaamde ‘slaapkamer-
cultuur’ waarbij jongeren vooral op de slaapkamer online gaan (Livingstone 2010;
Livingstone et al. 2011). Ouders vinden het ook niet altijd wenselijk om het in-
ternetgebruik van hun kind al te zeer te volgen, aangezien het deel uitmaakt van
de persoonlijke sfeer van het kind, en internet ook voordelen en kansen biedt die
ouders ten volle willen benutten, bijvoorbeeld op het vlak van schoolwerk (Sy-
mons et al. 2017b). Daardoor raken ouders automatisch meer aangewezen op
open communicatie als strategie om hun kind waar nodig bij te staan of bij te
sturen. Een open ouder-kindcommunicatie omtrent internetgebruik werd in onder-
zoek effectief geïdentificeerd als een beschermende factor tegen het meemaken van
cyberpesten. Jongeren die op een open manier met de ouders communiceren over
hun internetgebruik, zijn minder vaak betrokken bij online agressie (Law et al.
2010). Een goede kwaliteit van de communicatie met de ouders over internetge-
bruik kan ook een buffer vormen tegen de risico’s die verbonden zijn aan intensief
internetgebruik. Zo werd vastgesteld dat intensief internetgebruik samengaat met
meer agressief online taalgebruik bij jongeren, maar enkel bij jongeren die niet
open communiceren met hun ouders over hun internetgebruik (Appel et al. 2014).
Wanneer gekeken wordt naar ouderlijke opvoedingspraktijken, is het belangrijk
om aandacht te hebben voor het perspectief van de verschillende betrokken actoren.
Zo schatten jongeren de ouderlijke betrokkenheid bij hun internetgebruik typisch
lager in dan wat de ouders rapporteren. Jongeren zijn bijvoorbeeld minder geneigd
om aan te geven dat bepaalde regels en restricties omtrent hun internetgebruik van
toepassing zijn in vergelijking met wat de ouders aangeven (Livingstone en Bober
2004; Livingstone 2007; Wang et al. 2005). Jongeren rapporteren ook minder
ouderlijke supervisie, monitoring en communicatie over hun internetgebruik dan
dat de ouders doen (Liau et al. 2008).
In studies rond internet-opvoedingspraktijken valt het ook op dat er meer bekend
is over het perspectief van de moeder dan over dat van de vader, net als bij
studies over opvoedingspraktijken in het algemeen (Ponnet et al. 2013). Dit
komt omdat studies doorgaans slechts de deelname van één ouder vereisen, en
meestal is het de moeder die deelneemt. De enkele studies die kijken naar de
rapportering van moeders én vaders, tonen wel aan dat beiden verschillen in de
mate waarin en manier waarop ze aan internet-opvoeding doen. In vergelijking
met vaders gaan moeders op een meer controlerende doch warmere manier om
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met het internetgebruik van hun kind, in de zin van het bieden van ondersteuning
en responsieve communicatie (Valcke et al. 2010). Moeders zijn ook beter op de
hoogte van het internetgebruik van hun kind dan vaders (Dehue et al. 2008).
Terwijl kenmerken van het internetgebruik van jongeren – met name intensief
internetgebruik en risicogedrag op sociale media – samenhangen met ervaringen
met cyberpesten, blijft het tot nog toe onduidelijk of er ook een rol is wegge-
legd voor ouderlijke internet-opvoedingspraktijken. Op basis van de literatuur kan
geconcludeerd worden dat internet-opvoedingspraktijken, met name internet-medi-
atiestrategieën en een open ouder-kindcommunicatie over internetgebruik, slechts
wisselend succes hebben met betrekking tot de preventie van cyberpesten. Er is
echter een gebrek aan studies waarin zowel kenmerken van het internetgebruik
als ouderlijke internet-opvoedingspraktijken samen zijn opgenomen, waardoor het
relatieve belang van beide typen factoren onduidelijk blijft. Zo kan ervan worden
uitgegaan dat ouderlijke internet-opvoedingspraktijken een verband hebben met
cyberpesten juist vanwege het effect op het internetgebruik van de jongere. Daar-
naast is er ook een gebrek aan studies waarin gekeken wordt naar de perceptie
van deze praktijken van de verschillende actoren (de moeder, de vader en de jon-
gere) binnen het gezin. Dit onderzoek gaat na in welke mate kenmerken van het
internetgebruik, van de ouderlijke internet-mediatiestrategieën en van de ouder-
kindcommunicatie over internetgebruik samenhangen met daderschap en slachtof-
ferschap van cyberpesten. Daarbij wordt gekeken of het verschil maakt indien er
wordt uitgegaan van de rapportering van de jongere, de moeder, dan wel de vader.
Methode
Procedure
Vragenlijsten werden afgenomen bij een moeder, een vader en een kind binnen een-
zelfde gezin. Gezinnen werden gerekruteerd in Vlaanderen tussen december 2015
en februari 2016 met de hulp van studenten uit de opleiding Gezinswetenschappen.
De studenten kregen de opdracht om zelf geschikte gezinnen te rekruteren, en de
vragenlijsten werden persoonlijk door de student dan wel via een tussenpersoon
aan het gezin bezorgd. Enkel tweeoudergezinnen bestaande uit een moeder, een
vader en minstens één kind tussen 13 en 18 jaar kwamen in aanmerking. Nieuw
samengestelde gezinnen kwamen in aanmerking op voorwaarde dat beide partners
sinds minimaal drie jaar onder hetzelfde dak woonden. Indien er meer dan één
kind tussen 13 en 18 jaar in het gezin woonde, werd aan de ouders gevraagd om
de vragenlijst in te vullen met hetzelfde specifieke kind in gedachte. Dit kind
vulde zelf ook een vragenlijst in. Elk gerekruteerd gezin kreeg een enveloppe
met drie vragenlijsten (één per deelnemend gezinslid). Om de privacy van de
deelnemers te beschermen, werden drie aparte enveloppes verstrekt welke konden
worden gebruikt voor elke afzonderlijke vragenlijst. De ingevulde vragenlijsten
werden teruggestuurd via de post, waarvoor ook een gefrankeerde enveloppe werd
verstrekt. Bij het terugkrijgen van de vragenlijsten stelden we geen enkel geval
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vast waarbij een dichtgeplakte enveloppe was geopend en weer dichtgeplakt, wat
zou kunnen wijzen op schending van de privacy onder de deelnemende gezins-
leden. Door middel van een code op de achterkant van de vragenlijsten, werden
de vragenlijsten uit hetzelfde gezin nadien aan elkaar gekoppeld. Het studiepro-
tocol werd goedgekeurd door de Ethische Adviescommissie van de Universiteit
Antwerpen.
Deelnemers
In totaal werden 357 valide triades bereikt, met een correct ingevulde vragen-
lijst door de moeder, de vader en een jongere binnen hetzelfde gezin. De groep
adolescenten bestond voor 54,90% uit meisjes. De leeftijd van de adolescente
participanten varieerde van 13 tot 18 jaar (M = 15,73; SD = 1,50). Het merendeel
van de adolescenten (85,35%) woonde bij de beide biologische ouders, 6,48%
woonde afwisselend bij de biologische moeder en vader, 6,48% woonde voltijds
bij de biologische moeder en 0,56% woonde voltijds bij de biologische vader. Een
additionele 1,13% woonde in een andere situatie, die niet verder werd gespeci-
ficeerd. Aangezien er voor Vlaanderen geen cijfers voorhanden zijn omtrent het
aantal jongeren met gescheiden ouders, al dan niet na een wettelijk huwelijk, is
het onduidelijk hoe deze groep respondenten zich verhoudt tot de Vlaamse bevol-
king. In Vlaanderen zijn 10% van de mannen en 11% van de vrouwen wettelijk
gescheiden, en bij de groep veertigers en vijftigers loopt dit op tot 20%. In twee
op de drie scheidingen zijn kinderen betrokken (Corijn 2016).
De leeftijd van de moeder varieerde van 31 tot 59 jaar (M = 44,19; SD =
4,72) en de leeftijd van de vader varieerde van 31 tot 70 jaar (M = 46,67; SD =
5,65). Met betrekking tot de sociodemografische achtergrondkenmerken van de
ouders zien we dat 60,86% van de moeders en 51,19% van de vaders een diploma
hoger onderwijs had behaald (hogeschool of universiteit). Dit is meer dan het
gemiddelde voor Vlaanderen, waar slechts 35,96% van de 25- tot 64-jarigen een
diploma hoger onderwijs bezit (Algemene Directie Statistiek – Statistics Belgium
2017). De overgrote meerderheid van de ouders had een baan, en 11,43% moeders
en 4,73% vaders was werkloos. Slechts een kleine minderheid van de ouders
behoorde tot een religieuze minderheidsgroep. Van de moeders gaf 60,78% aan
katholiek te zijn; bij de vaders was dit 49,86%. Daarnaast gaf 29,69% van de
moeders en 39,29% van de vaders aan niet religieus te zijn.
Meetinstrumenten
Slachtofferschap en daderschap van (cyber)pesten
Aan jongeren werd gevraagd om aan te geven hoe vaak ze al ooit gepest waren en
zelf iemand anders hadden gepest via internet of mobiele telefoon. De volgende
verduidelijking werd toegevoegd: ‘Met pesten bedoelen we het opzettelijk kwetsen
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of schade toebrengen aan iemand die je kent. Mensen die pesten, zeggen soms
meer dan één keer kwetsende dingen. Ze hebben de bedoeling om anderen zich
slecht te laten voelen. Wie gepest wordt, kan zich moeilijk verdedigen. Het is
dus niet pesten als vrienden elkaar plagen of ruzie maken.’ De respondent kon
telkens antwoorden op een vijfpunts-likertschaal gaande van ‘nooit’ (score 1) tot
‘heel vaak’ (score 5). Gegeven het feit dat daderschap en slachtofferschap van cy-
berpesten weinig voorkomen, worden beide variabelen in de analyses toegepast als
twee binaire variabelen. Daarbij wordt enkel onderscheid gemaakt tussen jongeren
die ooit gepest zijn respectievelijk zelf hebben gepest versus jongeren die dit nooit
hebben meegemaakt respectievelijk gedaan.
Internetgebruik
Als indicator voor de hoeveelheid tijd die de jongere online spendeert werd aan
jongeren gevraagd om aan te duiden hoeveel tijd ze tijdens een gemiddelde week-
dag online spenderen. De antwoordcategorieën waren ‘ik ga niet online’ (score 0),
‘minder dan een half uur’ (score 1), ‘een half uur tot een uur’ (score 2), ‘één tot
twee uur’ (score 3), ‘twee tot vier uur’ (score 4), en ‘meer dan vier uur’ (score 5).
Als indicator voor risicovol internetgebruik werd gevraagd om aan te geven hoe
vaak ze via sociale media vriendschapsverzoeken aanvaarden van mensen die ze
niet kennen, gaande van ‘nooit’ (score 1) tot ‘heel vaak’ (score 5).
Internet-opvoedingspraktijken
Alle variabelen met betrekking tot de internet-opvoedingspraktijken werden op
eenzelfde manier bevraagd bij de jongere, de moeder en de vader. Er werd ge-
bruikgemaakt van vier mediatiestrategieën zoals onderscheiden in de studie van
Symons et al. (2017a). De verschillende strategieën werden van elkaar onderschei-
den door middel van een factoranalyse op 17 items die verwijzen naar concrete
ouderlijke praktijken, en deze strategieën verwijzen dus elk naar duidelijk onder-
scheiden constructen. Meer details over de totstandkoming en kenmerken van de
mediatiestrategieën zijn terug te vinden in de bovenvermelde studie van Symons
en anderen. Naast de vier strategieën die in de huidige studie worden opgenomen,
werden in de studie van Symons en anderen nog twee extra strategieën onderschei-
den. Deze zijn technische mediatie, welke hier niet wordt opgenomen vanwege
het lage aantal ouders dat hiervan gebruikmaakt, en interpretatieve mediatie, welke
niet wordt opgenomen vanwege de lage betrouwbaarheid van de schaal. De vier
mediatiestrategieën die in deze studie worden opgenomen zijn (a) interactierestric-
ties, (b) restricties met betrekking tot de toegang tot internet, (c) supervisie en co-
gebruik, en (d) actieve monitoring.
De strategie ‘interactierestricties’ werd gemeten aan de hand van vier items,
bijvoorbeeld of er regels bestaan omtrent de foto’s die de jongere online mag
posten. Elk van deze items werd beantwoord met ‘ja’ (score 1) of ‘nee’ (score 0).
Er wordt gebruikgemaakt van het gemiddelde op deze vier items (α = 0,81 voor
de jongeren, 0,86 voor de moeders en 0,89 voor de vaders).
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De strategie ‘opleggen van restricties met betrekking tot de internettoegang’
werd gemeten aan de hand van drie items, bijvoorbeeld of er regels bestaan omtrent
de hoeveelheid tijd die de jongere online mag zijn. De items werden beantwoord
met ‘ja’ (score 1) of ‘nee’ (score 0). Er wordt gebruikgemaakt van het gemiddelde
op de drie items (α = 0,63 voor de jongeren, 0,76 voor de moeders en 0,77 voor
de vaders).
De strategie ‘supervisie en co-gebruik’ werd gemeten aan de hand van drie
items waarbij werd gevraagd om aan te geven hoe vaak ouders bepaalde zaken
doen, zoals de jongere helpen wanneer hij/zij iets moet opzoeken op internet of
in de buurt blijven wanneer de jongere online is. Deze items werden beantwoord
op een vijfpunts-likertschaal gaande van ‘(bijna) nooit’ (score 1) tot ‘(bijna) altijd’
(score 5). Er wordt gebruikgemaakt van het gemiddelde op de drie items (α = 0,54
voor de jongeren, 0,73 voor de moeders en 0,68 voor de vaders).
De strategie ‘monitoring’ werd gemeten aan de hand van drie items die peilen
met welke frequentie ouders bepaalde zaken doen, zoals het bekijken van het socia-
lenetwerkprofiel van de jongere om te weten wat deze zoal post. Deze items werden
beantwoord op een vijfpunts-likertschaal gaande van ‘(bijna) nooit’ (score 1) tot
‘(bijna) altijd’ (score 5). Er wordt gebruikgemaakt van het gemiddelde op de drie
items (α = 0,72 voor de jongeren, 0,81 voor zowel de moeders als de vaders).
Open ouder-kindcommunicatie over internetgebruik
Drie items werden gebruikt die gebaseerd zijn op de open ouder-kindcommunica-
tieschaal van Barnes en Olson (1985) en die werd vertaald naar het Nederlands
door Ponnet et al. (2013). De originele items werden aangepast zodat zij specifiek
van toepassing waren op communicatie over internetgebruik en verwijzen naar de
tevredenheid over de communicatie, de openheid van de communicatie en hoe ge-
makkelijk er kan worden gepraat over internetgebruik (bijvoorbeeld: ‘Ik ben erg
tevreden met hoe wij samen praten over mijn internetgebruik’). De jongere vulde
de items tweemaal in, één keer met betrekking tot de moeder en één keer met
betrekking tot de vader. De items werden beantwoord op een zespunts-likertschaal
gaande van ‘helemaal niet mee akkoord’ (score 1) tot ‘helemaal mee akkoord’
(score 6). Voor de analyses wordt gebruikgemaakt van de gemiddelde score op
deze drie items (α = 0,78 voor de jongere verwijzend naar de moeder, α = 0,88
voor de jongere verwijzend naar de vader, α = 0,91 voor de moeder, en α = 0,90
voor de vader).
Statistische analyses
De analyses worden uitgevoerd in IBM SPSS statistics 22. De factoren op het
niveau van de jongere (ervaringen met cyberpesten en kenmerken van het internet-
gebruik) worden gepresenteerd naargelang geslacht, met onafhankelijke t-toetsen.
Pearsons correlaties geven aan hoe deze factoren onderling samenhangen. Aange-
zien het verband tussen leeftijd en cyberpesten mogelijk niet lineair is, wordt een
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curveramingsprocedure (curve estimation) toegepast om na te gaan hoe de curve
voor de relatie tussen deze variabelen eruitziet (bijvoorbeeld lineair of kwadra-
tisch). Aan de hand van onafhankelijke t-toetsen wordt nagegaan of de toepassing
van de vier internet-mediatiestrategieën en open communicatie rond internetge-
bruik verschilt naargelang de jongere al dan niet dader respectievelijk slachtoffer
was van cyberpesten. Deze analyses worden afzonderlijk uitgevoerd met betrek-
king tot de perceptie van de jongere, de moeder en de vader. Tot slot worden
logistische regressieanalyses uitgevoerd om na te gaan in welke mate de inter-
net-mediatiestrategieën die ouders toepassen en een open communicatie rond in-
ternetgebruik een voorspellende waarde hebben voor daderschap respectievelijk
slachtofferschap van cyberpesten, en of dit verband wijzigt na toevoeging van de
kenmerken van het internetgebruik van de jongere. Daarbij wordt enkel rekening
gehouden met het perspectief van de jongere op de internet-opvoedingspraktijken.
Resultaten
Cyberpesten bij jongeren
Tab. 1 toont de resultaten voor de frequentie van cyberpesten naargelang geslacht.
Meisjes rapporteren vaker slachtoffer te zijn geweest van cyberpesten (M = 1,38)
dan jongens (M = 1,13) en dit verschil is statistisch significant. Met betrekking
tot de frequentie van daderschap is er geen statistisch significant verschil tussen
meisjes (M = 1,09) en jongens (M = 1,08). De meerderheid van de jongeren die
aangaven ooit gepest te zijn geweest via digitale media, gaven aan dat dit zelden
(8,99%) of soms (6,18%) gebeurde. Bij een kleine minderheid kwam dit vaak
(1,12%) tot zeer vaak (0,56%) voor. Ook met betrekking tot daderschap van
cyberpesten zien we dat dit doorgaans slechts zelden (6,44%) of soms (1,12%)
voorkwam. Geen enkele respondent gaf aan vaak of zeer vaak dader te zijn ge-
weest. Wanneer gekeken wordt naar het aantal jongeren dat ooit cyberpesten had
meegemaakt (dus aangaf zelden tot vaak online gepest te zijn), zien we dat in
totaal 24,10% (n = 47) van de meisjes aangaf dat ze slachtoffer waren tegenover
Tabel 1 Ervaringen met online en offline pesten en internetgebruik naargelang geslacht, met
independent samples t-test
meisjes
M (SD)
(n = 196)
jongens
M (SD)
(n = 161)
t
cyberpesten slachtofferschap (1–5) 1,38 (0,77) 1,13 (0,51) –3,72**
cyberpesten daderschap (1–5) 1,09 (0,32) 1,08 (0,32) –0,33
tijd spenderen online (0–5) 3,05 (1,11) 3,32 (1,17) 2,25*
aanvaarden vriendschapsverzoeken onbekenden
(1–5)
1,68 (0,77) 1,84 (0,93) 1,74
* p < 0,05
** p < 0,001
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8,07% (n = 13) van de jongens. Wat betreft daderschap gaf 8,16% (n = 16) van de
meisjes aan ooit dader te zijn geweest tegenover 6,83% (n = 11) van de jongens.
Met betrekking tot internetgebruik zien we dat jongens gemiddeld genomen iets
meer tijd online spenderen dan meisjes, maar jongens zijn even geneigd als meisjes
om vriendschapsverzoeken van onbekenden te aanvaarden via sociale media.
Cyberpesten kon gerelateerd worden aan het internetgebruik, maar op een an-
dere manier voor jongens dan voor meisjes. Voor jongens is er geen verband
tussen de hoeveelheid tijd die ze online spenderen enerzijds en daderschap of
slachtofferschap van cyberpesten anderzijds. Meisjes die meer tijd online spen-
deren hebben wel een grotere kans om dader te zijn geweest van cyberpesten, al
is dit verband slechts klein en zwak (r = 0,17, p < 0,05). Het aanvaarden van
vriendschapsverzoeken van onbekenden hangt bij jongens duidelijk samen met
verhoogd slachtofferschap (r = 0,43, p < 0,001) en daderschap (r = 0,29, p <
0,001) van cyberpesten. Voor meisjes was dit niet het geval. Wat betreft het ver-
band tussen leeftijd enerzijds en daderschap of slachtofferschap van cyberpesten
anderzijds, toont een curveraming aan dat er noch voor meisjes noch voor jongens
enig significant model bestaat om deze relatie in te schatten. Kortom, daderschap
en slachtofferschap van cyberpesten zijn bij jongeren tussen 13 en 18 jaar niet
gerelateerd aan hun leeftijd.
Internet-mediatiestrategieën en open communicatie
Tab. 2 geeft een overzicht van de verschillende internet-opvoedingspraktijken naar-
gelang de jongere al dan niet dader of slachtoffer is geweest van cyberpesten. Dit
werd afzonderlijk nagegaan naargelang het perspectief van de jongere zelf, de
moeder en de vader. Over het algemeen tonen de resultaten dat de toepassing van
uiteenlopende mediatiestrategieën weinig of niet samenhangt met daderschap en
slachtofferschap van cyberpesten. Maar jongeren die ooit dader zijn geweest van
cyberpesten rapporteren minder openheid in de communicatie rond internetgebruik
met beide ouders. Ook vanuit het perspectief van de moeder en de vader wordt de
communicatie minder open ingeschat wanneer de jongere dader was van cyberpes-
ten, wat maakt dat dit een robuust resultaat is. Voor slachtofferschap van cyberpes-
ten werd enkel vastgesteld dat vaders van jongeren die dit meemaakten aangaven
minder open te communiceren met hun kind, en minder aan supervisie en co-
gebruik te doen. Het verband tussen internet-opvoedingspraktijken en cyberpesten
kan mogelijk gemodereerd worden door de kenmerken van het internetgebruik van
de jongere. Om dit na te gaan worden stapsgewijze logistische regressiemodellen
gepresenteerd in tab. 3 en 4, met slachtofferschap en daderschap van cyberpesten
als respectievelijke uitkomstvariabelen. Gezien het lage aantal respondenten dat
ooit slachtoffer of dader was van cyberpesten, werd spaarzaam omgegaan met het
aantal onafhankelijke variabelen dat per model werd opgenomen. Zo werd ervoor
gekozen om de internet-opvoedingspraktijken (de vier mediatiestrategieën en open
communicatie met de moeder en de vader) niet in één model op te nemen, maar
telkens per model slechts één internet-opvoedingspraktijk op te nemen. Dit resul-
32 Kind Adolesc (2018) 39:22–40
Tabel 2 Internet-opvoedingspraktijken naargelang slachtofferschap en daderschap van
cyberpestena
slachtofferschap daderschap
M
(SD)
nee
(n = 297)
ja
(n = 60)
nee
(n = 330)
ja
(n = 27)
perspectief jongere
interactie restricties (0–1) 0,39
(0,38)
0,40 0,34 0,39 0,37
restricties internettoegang (0–1) 0,47
(0,37)
0,46 0,50 0,46 0,54
supervisie en co-gebruik (1–5) 2,40
(0,75)
2,38 2,47 2,40 2,37
actieve monitoring (1–5) 1,71
(0,85)
1,68 1,86 1,70 1,89
open communicatie met moeder
(1–6)
4,56
(1,15)
4,59 4,41 4,60 4,09*
open communicatie met vader
(1–6)
3,96
(1,42)
4,01 3,71 4,03 3,19**
perspectief moeder
interactie restricties (0–1) 0,58
(0,41)
0,58 0,55 0,59 0,45
restricties internettoegang (0–1) 0,59
(0,39)
0,60 0,57 0,59 0,62
supervisie en co-gebruik (1–5) 2,78
(0,84)
2,76 2,84 2,78 2,74
actieve monitoring (1–5) 2,19
(0,93)
2,16 2,31 2,18 2,26
open communicatie met kind
(1–6)
4,56
(1,06)
4,60 4,43 4,61 3,95**
perspectief vader
interactie restricties (0–1) 0,48
(0,43)
0,49 0,42 0,49 0,39
restricties internettoegang (0–1) 0,53
(0,41)
0,54 0,52 0,54 0,50
supervisie en co-gebruik (1–5) 2,42
(0,80)
2,47 2,21* 2,43 2,36
actieve monitoring (1–5) 1,74
(0,83)
1,77 1,64 1,73 1,91
open communicatie met kind
(1–6)
4,38
(1,10)
4,45 4,05* 4,43 3,83**
aMet onafhankelijke t-toetsen om de significantie van het verschil tussen respondenten die wel/geen
slachtoffer respectievelijk dader werden van cyberpesten na te gaan
*p < 0,05
** p < 0,01
Kind Adolesc (2018) 39:22–40 33
Tabel 3 Voorspellende factoren voor slachtofferschap van cyberpestena,b
interactie-
restricties
restricties in-
ternettoegang
supervisie
en co-ge-
bruik
actieve
monito-
ring
open com-
municatie
moeder
open com-
municatie
vader
model 1
kenmerk
internet-
opvoeding
0,646 1,487 1,270 1,261 0,849 0,859
Nagelkerke R2 0,006 0,005 0,007 0,010 0,009 0,012
significantie
block (χ2)
1,302 1,046 1,492 2,017 1,759 2,307
model 2
kenmerk
internet-
opvoeding
1,144 2,142 1,547* 1,258 0,941 0,895
tijd online 0,942 0,951 0,959 0,928 0,911 0,928
aanvaarden
verzoeken
onbeken-
den
2,169** 2,255** 2,281** 2,190** 2,137** 2,092**
Nagelkerke R2 0,104 0,119 0,124 0,120 0,106 0,107
significantie
block (χ2)
20,486** 23,882** 24,368** 22,235** 20,319** 19,590**
aExp (B) wordt gepresenteerd
bDe kenmerken van de internet-opvoeding verwijzen naar het perspectief van de jongere
* p < 0,05
** p < 0,001
teert in vier afzonderlijke modellen. Er werd enkel gekeken naar het perspectief
van de jongere op deze internet-opvoedingspraktijken. In de eerste stap van het
logistische regressiemodel werd telkens de invloed van één van de internet-opvoe-
dingspraktijken nagegaan. In een tweede stap van het model werden de kenmerken
van het internetgebruik toegevoegd, met name de hoeveelheid tijd die de jongere
tijdens een typische weekdag online spendeert en de frequentie waarmee de jongere
vriendschapsverzoeken van onbekenden via sociale media aanvaardt. Aangezien
er geen verband werd gevonden tussen cyberpesten en de leeftijd van de jongere,
werd leeftijd niet als controlevariabele opgenomen.
Tab. 3 toont dat geen enkele van de onderzochte internet-opvoedingspraktijken
een voorspellende waarde heeft met betrekking tot het slachtofferschap van cyber-
pesten. Maar wanneer de kenmerken van het internetgebruik worden opgenomen,
komt er wel een significant verband naar boven voor de factor supervisie en co-
gebruik. Jongeren die het gevoel hebben dat hun ouders meer aan supervisie en co-
gebruik doen, hebben een grotere kans om slachtoffer te zijn geweest van cyberpes-
ten. De hoeveelheid tijd die de jongere online doorbrengt, heeft geen verband met
slachtofferschap van cyberpesten, maar het aanvaarden van vriendschapsverzoeken
van onbekenden heeft een duidelijk verband.
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Tabel 4 Voorspellende factoren voor daderschap van cyberpestena,b
interactie-
restricties
restricties in-
ternettoegang
supervisie
en co-
gebruik
actieve
monito-
ring
open com-
municatie
moeder
open com-
municatie
vader
model 1
kenmerk
internet-
opvoeding
0,860 1,851 1,012 1,272 0,696* 0,672**
Nagelkerke R2 0,001 0,009 0,000 0,008 0,034 0,059
significantie
block (χ2)
0,081 1,293 0,002 1,160 4,877* 8,516**
model 2
kenmerk
internet-
opvoeding
1,629 2,743 1,253 1,262 0,780 0,693*
tijd online 1,164 1,181 1,161 1,149 1,089 1,060
aanvaarden
verzoeken
onbeken-
den
1,956** 1,972** 1,912** 1,833** 1,768* 1,831**
Nagelkerke R2 0,080 0,096 0,078 0,082 0,088 0,117
significantie
block (χ2)
11,545** 12,698** 11,291** 10,347** 8,034* 8,587*
aExp (B) wordt gepresenteerd
bDe kenmerken van de internet-opvoeding verwijzen naar het perspectief van de jongere
*p < 0,05
** p < 0,01
Tab. 4 toont dat geen enkele van de internet-mediatiestrategieën kan worden
verbonden met daderschap van cyberpesten. Maar naarmate de jongere het gevoel
heeft dat hij of zij open kan communiceren met de moeder en de vader, is er
een kleinere kans dat hij of zij ooit iemand heeft gepest via digitale media. Door
toevoeging van de kenmerken van het internetgebruik, verdwijnt het significante
verband met open communicatie met de moeder.
Extra analyses
Extra ANCOVA-analyses werden uitgevoerd om na te gaan of de gevonden resulta-
ten zoals gerapporteerd in tab. 2 ook geldig bleven wanneer er gecontroleerd werd
voor de leeftijd van de jongere. De resultaten liggen volledig in dezelfde lijn en
tonen dus aan dat de leeftijd van de jongere geen wezenlijk verschil maakt met be-
trekking tot de ouderlijke praktijken die relevant zijn in het kader van cyberpesten.
Opnieuw kwam een open communicatie met betrekking tot internetgebruik naar
voor als de enige variabele die ertoe doet. Wanneer de jongere aangaf dader te zijn
geweest van cyberpesten, scoorden zowel de jongere (met betrekking tot de moeder
en de vader), als de moeder als de vader significant lager op deze variabele. Bij
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jongeren die slachtoffer waren geweest van cyberpesten, vonden ook deze analyses
een significant lagere score op open communicatie voor de vader. Één resultaat
kwam niet overeen met de resultaten in tab. 2, namelijk dat vaders van jongeren
die slachtoffer waren geweest niet significant lager scoorden op supervisie en co-
gebruik (p = 0,054).
Discussie
Voor jongeren ligt de online leefwereld in het verlengde van hun offline leefwe-
reld, en naarmate zij meer tijd online spenderen, lopen ze een grotere kans op
contactrisico’s zoals cyberpesten (Mishna et al. 2012). Met deze studie wilden we
een beter zicht krijgen op cyberpesten bij Vlaamse jongeren tussen 13 en 18 jaar
en de ouderlijke internet-opvoedingspraktijken die hiermee samenhangen. Door
gebruik te maken van data verzameld bij de jongere, de moeder en de vader, werd
er rekening mee gehouden dat deze verschillende actoren ook een verschillende
perceptie kunnen hebben op de manier waarop er aan internet-opvoeding wordt
gedaan.
Cyberpesten bij jongeren
Meisjes rapporteren vaker dan jongens dat ze het slachtoffer zijn geweest van cy-
berpesten, wat in overeenstemming is met eerder onderzoek (Beckman et al. 2013;
Van Ouytsel et al. 2014). Maar een review van de internationale literatuur stelt vast
dat het genderverschil in cyberpesten niet eenduidig is, en de resultaten hierom-
trent verschillen van studie tot studie (Tokunaga 2010). Ook in overeenstemming
met de literatuur (Mishna et al. 2012) bleken daderschap en slachtofferschap van
cyberpesten geen elkaar uitsluitende categorieën te zijn. Bij jongens die slachtof-
fer waren geweest van cyberpesten was ongeveer een op de drie ook ooit dader
van cyberpesten, bij meisjes was dit ongeveer een op de vijf. Cyberpesten kon
in deze studie niet gerelateerd worden aan de leeftijd van de jongere, wat niet in
overeenstemming is met studies die aantonen dat cyberpesten afneemt naarmate
de adolescenten ouder worden (Livingstone en Smith 2014). Om te beginnen kan
dit te maken hebben met kenmerken van de studie zelf. De groep jongeren die
deelnam aan deze studie was tamelijk jong, met een gemiddelde leeftijd van 15,73
jaar. Bijgevolg bleven tendensen die pas op latere leeftijd naar boven komen mo-
gelijk onder de radar. Een longitudinale studie uit Australië bij jongeren van 13 tot
15 jaar vond dat cyberpesten over deze periode stabiel blijft (Cross et al. 2015).
De verklaring kan ook liggen in de vraagstelling. Er werd aan jongeren gevraagd
of zij ooit slachtoffer of dader waren geweest van cyberpesten, waardoor de oudere
respondenten ook hun ervaringen op jongere leeftijd konden rapporteren.
De studie toont aan dat het belangrijk is om in te zetten op het bevorderen van
de ‘digitale geletterdheid’ bij jongeren. In de studie kwam immers naar voren dat
niet zozeer de hoeveelheid tijd die de jongere online spendeert gerelateerd is aan
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cyberpesten, dan wel wat ze online doen, met name hoe vaak ze vriendschapsver-
zoeken van onbekenden aanvaarden. Het is mogelijk dat jongeren de risico’s van
bepaalde online gedragingen onderschatten. Zo stelt onderzoek bijvoorbeeld vast
dat het toevoegen van onbekenden aan het sociale netwerk door jongeren als slechts
een klein risico wordt gezien (Lareki et al. 2017). Cyberpesten hangt bovendien
niet alleen samen met online gedragingen, maar is ook gekoppeld aan het offline
gedrag van de jongere. Jongeren die offline pesten, zullen dat ook vaker online
doen, en jongeren die offline slachtoffer worden van pesten, hebben een grotere
kans om ook online gepest te worden (Fanti et al. 2012; Livingstone en Smith
2014). Dit impliceert dat cyberpesten zich niet in een sociaal vacuüm afspeelt en
dat de preventie van cyberpesten ook deel uitmaakt van algemene pestpreventie.
Ouderlijke internet-opvoeding
De algemene bevinding van deze studie is dat ouderlijke internet-mediatiestrate-
gieën geen rol spelen met betrekking tot daderschap en slachtofferschap van cy-
berpesten: het maakt geen verschil of ouders het internetgebruik van hun jongeren
trachten te reguleren, te beperken of te monitoren. De resultaten waren groten-
deels dezelfde naargelang er werd uitgegaan van het perspectief van de jongere, de
moeder dan wel de vader. Dit is een verrassend resultaat aangezien verschillende
voorgaande studies een, weliswaar bescheiden, effect vonden van ouderlijke me-
diatie op cyberpesten (bijv. Ang 2015; Navarro et al. 2013). De vaststelling dat
ouders weinig kunnen doen om cyberpesten bij hun kind te voorkomen, kan be-
grepen worden vanuit de moeilijkheden die ouders ervaren met betrekking tot het
in de praktijk brengen van internet-opvoedingsstrategieën (Symons et al. 2017b).
Bovendien zijn ouders doorgaans niet goed op de hoogte van de online ervaringen
van hun kind, ook niet wanneer het gaat om negatieve ervaringen zoals cyberpesten
(Byrne et al. 2014; Symons et al. 2017c). Dit gebrek aan kennis kan een extra
obstakel zijn voor ouders om het internetgebruik van hun jongere waar en wanneer
nodig bij te sturen, en kan dus verklaren waarom ouderlijke internet-mediatiestra-
tegieën op zich weinig effectief zijn. Als kanttekening kan hierbij geplaatst worden
dat de bevindingen enkel betrekking hebben op de internet-opvoedingspraktijken
die in deze studie aan bod kwamen. Ongetwijfeld zijn er bepaalde zaken die ouders
doen op het vlak van internetopvoeding die hier niet werden opgenomen. Desal-
niettemin zijn de resultaten belangrijk aangezien de praktijken die wel werden
opgenomen gebaseerd zijn op de uitgebreide onderzoeksliteratuur rond internet-
mediatie.
Jongeren die dader waren geweest van cyberpesten gaven aan dat ze minder
open met hun moeder en met hun vader over hun internetgebruik kunnen com-
municeren, en ook vanuit het perspectief van de moeder en de vader bleek de
openheid van de communicatie lager te worden ingeschat wanneer de jongere on-
line pestgedrag vertoonde. Voor slachtofferschap was er geen verschil in openheid
van communicatie, behalve vanuit het perspectief van de vader. Deze bevinding is
in lijn met vorige studies die het belang van een kwalitatieve ouder-kindcommuni-
Kind Adolesc (2018) 39:22–40 37
catie onderstrepen met betrekking tot de preventie van online risico’s. Het is enkel
in de context van een goede ouder-kindcommunicatie dat ouders ook in staat zijn
om hun kind te ondersteunen of bij te sturen (Khurana et al. 2015). Het bescher-
mende effect van een open ouder-kindcommunicatie kan ook verklaard worden
door het feit dat dit een indicator kan zijn van de algemenere kwaliteit van de
relatie van ouder en kind. In een warme en ondersteunende gezinscontext zal een
jongere meer open communiceren met de ouders (Soenens et al. 2006), en in een
dergelijke context komt zowel online als offline pesten minder voor (Fanti et al.
2012; Perren et al. 2012; Lereya et al. 2013). Met het oog op de preventie van
cyberpesten bij jongeren kan er worden ingezet op ondersteuning van ouders rond
de vraag hoe ze de communicatie met hun jongere rond internetgebruik kunnen
bevorderen. Echter, het is ook duidelijk dat de aanpak van pesten waarschijnlijk
voornamelijk buiten het gezin moet gebeuren. Met betrekking tot offline pesten
wordt in onderzoek niet zozeer naar de ouders dan wel naar de dynamieken binnen
de peergroup (vrienden en leeftijdsgenoten) gekeken als verklarende factor (Sal-
mivalli 2010). De intrinsieke verwevenheid van online en offline pesten (Wegge
et al. 2014) maakt dat ook de preventie van cyberpesten zich voornamelijk buiten
het gezin dient af te spelen.
Beperkingen
Deze studie heeft ook enkele beperkingen. Ten eerste is de relatie tussen opvoe-
ding en gedrag bidirectioneel: wat ouders doen kan invloed hebben op het gedrag
van het kind, maar het gedrag van het kind heeft evenzeer invloed op de praktijken
die ouders vertonen. Ook op het vlak van internetgebruik is het waarschijnlijk
dat ouders hun gedrag aanpassen aan het online gedrag van hun kind. Zo kan het
zijn dat ouders meer gaan investeren in een open communicatie rond internetge-
bruik wanneer zij merken dat hun kind online pestgedrag heeft vertoond. In een
crosssectionele studie is het echter niet mogelijk om de richting van de gevonden
verbanden te bepalen.
Een tweede beperking is dat de studie gebaseerd is op tweeoudergezinnen met
een kind tussen 13 en 18 jaar, waardoor alleenstaande ouders niet opgenomen
werden. Daarnaast maakt de studie gebruik van een niet-probabilistische methode
om de participanten te rekruteren, waardoor de representativiteit van de resultaten
niet gegarandeerd is. Binnen de gerekruteerde gezinnen kon er ook zelf gekozen
worden welk kind zou deelnemen aan de studie, indien er meerdere kinderen
tussen 13 en 18 jaar in het gezin aanwezig waren. Het is mogelijk dat dit tot
een vertekening van de resultaten heeft geleid, al is het niet duidelijk in welke
richting. Zo kan het bijvoorbeeld zijn dat het kind dat het actiefst is op internet
zich het meest aangesproken voelde om deel te nemen aan de studie. Jongeren
met negatieve internetervaringen zoals cyberpesten voelden zich misschien extra
gemotiveerd om deel te nemen, of ze waren juist minder geneigd om deel te
nemen. Tot slot werd er in de studie geen onderscheid gemaakt naargelang de
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ernst en intensiteit van het cyberpesten. In de praktijk kan het echter een groot
verschil uitmaken op welke manier en hoe vaak een jongere gepest wordt.
Conclusie
Ouders hebben slechts een beperkte invloed op cyberpesten, en de preventie van
cyberpesten dient zich voornamelijk buiten de gezinscontext af te spelen. Wel
kunnen ouders er door te investeren in een open communicatie over internetgebruik
voor zorgen dat hun kind minder geneigd zal zijn om online te pesten.
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