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ABSTRAK
Teknologi komunikasi sudah berkembang pesat dari alat komunikasi dan cara berkomunikasi  
sekarang ini.  Dalam komunikasi antar orang pasti  memiliki  pembicaraan informasi yang  
bersifat  privat  atau  orang  lain  tidak  boleh  tahu  tentang  pembicaraan  yang  terjadi.  
Diperlukannya  keamanan  untuk  menjaga  kerahasiaan  informasi  pada  saat  komunikasi.  
Masyarakat  lebih  sering menggunakan komunikasi  dengan telepon seluler  karena dinilai  
mudah dibawa dan tidak  repot  menggunakannya.Kriptografi  yang biasa  dikenal  sebagai  
ilmu  yang  mempelajari  bagaimana  cara  menyembunyikan  pesan  bisa  diterapkan  dalam  
aplikasi  pada  telepon  seluler  sebagai  contoh  smartphone  android.  Dengan  
mengimplementasikan  algoritma  affine  cipher  maka  aplikasi  yang  akan  dibuat  bisa  
mengubah isi pesan yang ada dan dapat mengamankan informasi yang ada.Algoritma affine  
cipher  merupakan  perkembangan  dari  algoritma  caesar  dimana  algoritma  affine  cipher  
menggunakan dua kunci.Dengan mengimplementasikan algoritma affine  cipher  ke  dalam  
android maka diharapkan kita bisa menyimpan informasi dari siapapun tanpa terbaca.
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1.PENDAHULUAN
Untuk mempermudah pekerjaan yang ada sekarang ini dengan adanya teknologi sangat 
membantu masyarakat untuk menyelesaikan pekerjaan yang ada. Seiring berjalannya waktu, 
masalah yang muncul tidak berhenti bahkan teknologi yang ada masih kurang bisa mengatasi 
masalah  yang  baru.  Perkembangan  teknologi  pun  dilakukan  guna  dapat  menyelesaikan 
masalah  yang  ada.  Sehingga  perkembangan  teknologi  terus  berlanjut  sebagai  contoh 
teknologi komunikasi.
Perkembangan teknologi komunikasi bisa dilihat dari alat komunikasi berupa mesin fax, 
mesin  telegram,  telepon,  pager,  telepon  seluler,  dll.  Dengan  adanya  teknologi  tersebut 
membuat  orang  tidak  mengenal  jarak  dan  waktu  untuk  terus  berkomunikasi.  Dalam 
berkomunikasi  pasti  ada  halnya  suatu  informasi  tersebut  sangat  penting  dan  rahasia. 
Komunikasi secara visual atau dengan teks bisa dibilang tingkat keamanannya masih kurang. 
Dilihat dari apakah pesan tersebut akan dibaca orang lain atau tidak. Untuk mengirimkan 
pesan yang bernilai penting dan rahasia, dibutuhkan keamanan dalam teks tersebut.
Telah banyak dilakukan penelitian dalam upaya mengamankan suatu pesan atau informasi 
penting dengan berbagai  cara namun cara tersebut  ternyata dianggap belum cukup dalam 
mengamankan  suatu  pesan  atau  informasi  karena  adanya  peningkatan  kemampuan 
komputasi.  Dari  sinilah  timbul  suatu  usaha  untuk  mengembangkan  sistem yang  mampu 
mendukung  kebutuhan  dari  dua  aspek  keamanan  informasi,  yaitu  secrecy (perlindungan 
terhadap kerahasiaan data informasi) dan authenticity (perlindungan terhadap pemalsuan dan 
pengubahan informasi yang tidak diinginkan).
Masalah pengiriman pesan ini biasanya terdapat pada suatu instansi baik negeri maupun 
swasta,  misalnya  saja  ada  seorang  karyawan  bagian  rekrutmen  disuatu  perusahaan  ingin 
mengirimkan  pesan  ke  bagian  HRD,  karena  pesan  yang  dikirim  bersifat  rahasia  maka 
dibutuhkan pengenkripsian pesan tersebut.
Pengenkripsian  data  atau  informasi  sangatlah  penting  guna  menunjang  keamanan 
informasi dalam suatu instansi baik negeri maupun swasta, karena bisa memberikan jaminan 
keamanan pesan yang akan diberikan kepada orang atau lembaga yang dituju. Oleh sebab itu,  
enkripsi  sangatlah  dibutuhkan  bagi  user  (pengguna)  jika  ingin  data  atau  informasi  yang 
dimilikinya terjamin kerahasiaannya.
Pada  zaman  Romawi  Kuno  kriptografi  sudah  digunakan  untuk  mengirimkan  pesan 
rahasia oleh Julius Caesar. Sandi Affine merupakan bentuk pengembangan dari sandi Caesar 
dengan menggunakan dua kunci dan aritmatik modulo.  Membuat aplikasi  android dengan 
mengimplementasikan ilmu kriptografi menggunakan sandi Affine menjadi salah satu cara 
dalam menjaga kerahasiaan informasi dan pesan penting.
2. RUANG LINGKUP PEMBAHASAN
Batasan masalah memberikan arahan penulisan laporan agar tidak menyimpang dari judul, 
diantaranya:
1. Aplikasi hanya bekerja pada platform android.
2. Algoritma yang digunakan Affine Cipher.
3. Bahasa pemrograman yang digunakan Java Android.
2.1 Context Diagram
Gambar 2.1 Context Diagram
Menjelaskan  pengirim  menginputkan  pesan,  passworddan   nomor  tujuan  kepada 
sistem.  Sistem  menghasilkan  output  berupa  laporan  pesan  terkirim  kepada  pengirim. 
Penerima  mendapatkan  ciphertext  dan  nomor  pengirim.  Untuk  dapat  membaca  pesan, 
penerima  menginputkan  password  kepada  sistem  dan  sistem  memberikan  output  berupa 
pesan kepada penerima.
2.2 Data Flow Diagram
Gambar 2.2 Data Flow Diagram
Sistem akan dipecah menjadi proses-proses kecil sehingga dapat menjelaskan proses-
proses  dan  arus  data  yang  mengalir  dalam sistem.  Proses-proses  yang  terdapat  pada 
gambar adalah:
1. Mengubah ke ASCII
Proses ini mengubah pesan dan password ke dalamkodeASCII.
2. Enkripsi
Proses ini melakukan pengenkripsian pesan menggunakan algoritma affine cipher 
dengan kunci/password yang diinputkan.
3. Pengiriman pesan
Proses  ini  mengirimkan  pesan  yang  telah  dienkripsi  dan  memberikan  laporan 
pengiriman  kepada  pengirim  bahwa  pesan  telah  terkirim  ke  nomor  yang 
telahdiinputkan.
4. Dekripsi
Proses  ini  melakukan  pendekripsian  pesan  sesuai  dengan  password  yang 
diinputkan. Apabila password benar maka ciphertext akan menjadi pesan asli. Jika 
password salah pesan akan tetap didekripsi akan tetapi pesan yang didapat bukan 
pesan asli. Karena key yang dipakai untuk mendekripsi ciphertext salah.
5. Mengubah ke karakter




Perancangan  interface adalah  prosesperancangan form-form tampilan  layar.  Selain 
ituproses ini juga ditentukan bentuk dan isi dokumen sumber untuk memasukkan data yang 
kemudian akan diolah menjadi keluaran yang dapat digunakan oleh pengguna.
3. PERANCANGAN SISTEM
Perancangan sistem merupakan deskripsi  proses-proses yang akan dilaksanakan dalam 
sebuah rancangan desain tampilan sebelum dimulai pembuatan  code atau  coding. Aplikasi 
Cryssage memiliki empat kelas yaitu: MainActivity, BuatPesan, DataPesan, dan LihatPesan. 
Proses  coding  dibuat  menggunakan aplikasi  eclipse.  Fungsi  masing-masing kelas  sebagai 
berikut:
1. MainActivity, kelas ini merupakan kelas utama yang menghubungkan kelas yang lain 
dan kelas yang pertama ditemui saat menjalankan aplikasi Cryssage.
2. BuatPesan,  kelas  ini  tempat  terletaknya proses  enkripsi  dekripsi  pesan dan tempat 
proses pengiriman pesan terjadi.
3. DataPesan, kelas ini menyimpan data dari pesan yang masuk dan pesan yang keluar.
4. LihatPesan, kelas ini menampilkan pesan yang masuk dan pesan yang keluar secara 
spesifik.
4. KESIMPULAN
1. Algoritma  yang  dibuat  mengunakan  kombinasi  kunci  yang  sulit  terprediksi, 
dikarenakan menggunakan kombinasi dua kunci yang berbeda.
2. Aplikasi  Cryssage  ini  bisa  digunakan  untuk  melakukan  enkripsi  pesan  dan 
mengirimnya ke nomor tujuan penerima pesan.
3. Aplikasi dibuat sesederhana mungkin, sehingga user bisa dengan mudah mengenali 
setiap fungsi dari tombol-tombol yang digunakan dalam aplikasi ini.
4. Aplikasi  Cryssage  bisa  digunakan  oleh  user  dalam  lingkup  umum  yang 
membutuhkan keamanan informasi  melalui  sms dan mencegah orang yang tidak 
berkenan untuk mengetahui informasi yang telah dikirim user kepada penerima.
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