




2.1.1 Ubuntu Server 8.10
Ubuntu adalah sistem operasi lengkap berbasis Linux, tersedia secara bebas dan mempunyai dukungan baik yang berasal dari komunitas maupun tenaga ahli profesional. Ubuntu sendiri dikembangkan oleh komunitas sukarelawan Ubuntu.
Komunitas Ubuntu dibentuk berdasarkan gagasan yang terdapat di dalam filosofi Ubuntu, bahwa; perangkat lunak harus tersedia dengan bebas biaya, bahwa aplikasi perangkat lunak tersebut harus dapat digunakan dalam bahasa lokal masing-masing dan untuk orang-orang yang mempunyai keterbatasan fisik, dan bahwa pengguna harus mempunyai kebebasan untuk mengubah perangkat lunak sesuai dengan apa yang mereka butuhkan.
Perihal kebebasan inilah yang membuat Ubuntu berbeda dari perangkat lunak berpemilik (proprietary); bukan hanya peralatan yang tersedia secara bebas biaya, tetapi dapat di modifikasi sesuai dengan yang dibutuhkan oleh masing masing user.
Ubuntu Server 8.10 merupakan salah satu Sistem Operasi produk dari ubuntu yang fitur-fitur di dalamnya dikhususkan untuk  operasi server .
2.1.2 Alamat IP
Adanya IP Address merupakan konsekuensi dari penerapan Internet Protocol untuk mengintegrasikan jaringan komputer Internet di dunia. Seluruh host (komputer) yang terhubung ke Internet dan ingin berkomunikasi menggunakan TCP/IP harus memiliki IP Address sebagai alat pengenal host pada network. Secara logika, Internet merupakan suatu network besar yang terdiri dari berbagai sub network yang terintegrasi. Oleh karena itu, suatu IP Address harus bersifat unik untuk seluruh dunia. Tidak boleh ada satu IP Address yang sama dipakai oleh dua host yang berbeda. Untuk itu, penggunaan IP Address di seluruh dunia dikoordinasi oleh lembaga sentral Internet yang di kenal dengan IANA.
Alamat IP merupakan bilangan biner 32 bit yang terbagi menjadi 4 segment, sehingga masing-masing segment terdiri dari bilangan biner 8 bit, ini merupupakan implementasi alamat IPv4.
contoh:
		11000000.10101000.01100100.01100111
Bilangan 8 bit tersebut memiliki nilai desimal dari 0 – 255 .Range address yang dapat digunakan adalah dari 00000000.   00000000.00000000.00000000 sampai dengan  11111111.111111




IP Address dapat dipisahkan menjadi 2 bagian, yakni bagian network dan bagian host. Bit network berperan dalam identifikasi suatu network dari network yang lain, sedangkan bit host berperan dalam identifikasi host dalam suatu network. Jadi, seluruh host yang tersambung dalam jaringan yang sama memiliki bit network yang sama. Sebagian dari bit-bit bagian awal dari IP Address merupakan network bit/network number, sedangkan sisanya untuk host. Garis pemisah antara bagian network dan host tidak tetap,  bergantung kepada kelas network.










Tabel 2.1 Pembagian Kelas IP Address
2.1.3 LAN
Ada 3 tipe jaringan dalam hubunganya dengan luas daerah yang dicakup yaitu LAN(Local Area Network), MAN(Metropolitan Area Network), dan WAN(Wide Area Network).
LAN adalah suatu jaringan yang terbatas pada daerah yang relatif kecil. LAN biasanya terbatas pada daerah geografis tertentu, seperti laboratorium, kantor ,dan gedung. LAN dapat berisi ratusan komputer yang digunakan oleh ribuan pengguna.

Gambar 2.1  Jaringan LAN

Dalam jaringan LAN tertentu, terdapat sebuah komputer yang dikonfigurasi sebagai server. Server tersebut biasanya mempunyai spesifikasi yang lebih baik, antara lain berkecepatan tinggi dan memiliki memori yang besar. Dalam jaringan lan, seluruh komputer yang terhubung ke server disebut Workstation. Workstation merupakan komputer standar yang dikonfigurasi menggunakan kartu jaringan, perangkat lunak dan kabel-kabel yang diperlukan untuk menghubungkan ke server, sehingga dapat menggunakan berbagai layanan yang di sediakan oleh server. Adapun perangkat yang dibutuhkan dalam jaringan lan ini antara lain:
a) NIC
NIC (Network Interface Card) merupakan circuit board yang memberi kemampuan komunikasi jaringan antar komputer personal. Satu jenis dari card jaringan ini antara lain Ethernet Card atau disebut juga LAN Adapter

Gambar 2.2 Network Interface Card (NIC)
Card jaringan bekerja melakukan komunikasi dengan jaringan melalui koneksi serial dan dengan komputer melalui koneksi paralel.
b) UTP
Unshielded twisted-pair (disingkat UTP) adalah sebuah jenis kabel jaringan yang menggunakan bahan dasar tembaga, yang tidak dilengkapi dengan shield internal. UTP merupakan jenis kabel yang paling umum yang sering digunakan di dalam jaringan lokal (LAN), karena memang harganya yang rendah, fleksibel dan kinerja yang ditunjukkannya relatif bagus. Dalam kabel UTP, terdapat insulasi satu lapis yang melindungi kabel dari ketegangan fisik atau kerusakan tapi, tidak seperti kabel Shielded Twisted-pair (STP), insulasi tersebut tidak melindungi kabel dari interferensi elektromagnetik
c) Konektor 
Dalam instalasi kabel UTP pada jaringan konektor yang konektor yang digunakan ialah konektor Rj45 (Registered Jack 45), konektor ini mempunyai 8 buah pin.

Gambar 2.3 Konektor RJ45
Pada susunan pengkabelan kabel UTP dan konektor ini ada sebutan Staight-trought cable maupun Crossover cable. Tergantung pada peranti yang akan di koneksikan dengan kabel tersebut.  Staright-trought cable digunakan untuk menghubungkan PC dengan Switch, PC dengan Hub, Hub dengan Router, dan Switch dengan Router. Crossover cable digunakan untuk menghubungkan PC dengan PC (per to per), PC dengan Router, Switch dengan Switch yang lain. Urutan warna dalam instalasi crossover cable tersebut menganut standard 568A dan 568B.
d) Hub
Untuk menghubungkan dua komputer atau lebih dalam jaringan maka dapat menggunakan peranti Hub. Hub merupakan perangkat jaringan yang bekerja pada layer fisik pada model OSI. Hub tidak mampu membaca data-data dan tidak mengetahui sumber paket-paket  yang dilepas melaluinya. Hub hanya berperan menerima dan meneruskan paket yang masuk.
Akan tetapi Hub banyak digunakan karena harganya tidak begitu mahal merupakan perangkat simple, praktis dan efektif untuk layer protocol level dasar. Hub yang ada saat ini telah mensupport card jaringan(Ethernet) standard.
2.1.4 DHCP
Dalam suatu jaringan pemberian alamat IP kartu jaringan dapat dilakujan melalui masing masing host. Akan tetapi hal tersebut akan menjadi masalah apabila komputer yang ada dalam jaringan berjumlah puluhan atau bahkan ratusan. Untuk menagatasi permasalahan itulah maka digunakan DHCP(dynamic host configuration protocol).
Sesuai dengan namanya DHCP digunakan untuk mengkonfigurasi host secara dinamis mengunakan suatu protocol. Program yang berlaku sebagai DHCP server dalam Sistem Operasi berbasis LINUX adalah dhcpd. Program dhcpd menyediakan utilitas untuk ISC, dalam hal ini server DHCP. Protocol DHCP memungkinkan suatu host untuk menghubungi server yang menyimpan alamat IP yang dapat diberikan pada suatu subnet atau lebih. Supaya host komputer dapat menerima layanan server DHCP, maka komputer tersebut dikonfigurasi sebagai client DHCP.
Proses kerja protokol DHCP:
1.	DHCP discover : DHCP client mengirimkan pesan broadcast untuk mencari DHCP Server yang aktif. 
2.	DHCP offer	: DHCP Server mendengar pesan broadcast tersebut, melihat apakah dia client baru ataukah telah memiliki alamat sebelumya. Apabila host tersebut belum dialamati atau alamat yang lama tidak sesuai dengan ketentuan serever (tidak termasuk range ip dhcp), maka server akan menawarkan alamat baru. 
3.	DHCP request: Client meminta DCHP server untuk menyewakan alamat IP dari salah satu alamat yang tersedia dalam DHCP Pool pada DHCP Server yang bersangkutan. Client dapat menerima penawaran dari beberapa server dhcp akan tetepi hanya boleh meminta ke satu server.
4.	DHCP ack. DHCP server akan merespon permintaan dari klien dengan mengirimkan paket acknowledgment. Kemudian, DHCP Server akan menetapkan sebuah alamat dan konfigurasi TCP/IP lainnya yang client minta, selanjutnya server dan memperbarui basis data miliknya.
Layanan DHCP server ini tidak sekedar memberi alamat IP pada masing-masing client, layanan ini dapat digunakan untuk mengatur konfigurasi jaringan pada komputer client  meliputi pengaturan default router, server DNS, server WINS, server NIS, dan sebagainya.
Pada Sistem Operasi Ubuntu Server 8.10 paket DHCP server telah tersedia di dalam cd instalasi yang dengan nama DHCP3 server, sehingga apabila akan menggunakan fasilitas DHCP server pada sistem operasi server tersebut harus telebih dahulu menginstall paket DHCP3 server tersebut baru kemudian dilakukan konfigurasi selanjutnya.
	2.1.5 SAMBA
Oleh karena server pada jaringan ini berbasis Linux, sedangkan host-host client menggunakan sistem operasi Windows, maka diperlukan operasi samba sebagai jembatan antar kedua sistem operasi tersebut. Samba adalah himpunan aplikasi yang bertujuan agar komputer dengan sistem operasi Linux, BSD (Berkeley Software Distribution) atau Unix dapat bertindak sebagai file dan print server yang berbasis protokol SMB (Session Message Block). Samba juga dilengkapi dengan beberapa program bantu sehingga Sistem Operasi Linux maupun sistem operasi berbasi Unix dan BSD dapat mengakses sumber daya yang ada pada jaringan Windows yang telah ada. 
Samba terdiri atas dua Daemon yaitu; SMBD (Server Message Block Daemon) dan NMBD (NetBIOS Name Block Daemon). Secara singkat dapat disebutkan bahwa SMBD (Server Message Block Daemon) adalah program yang akan menghasilkan proses baru untuk setiap client yang aktif, sementara NMBD (NetBIOS Name Block Daemon) bertugas mengkonversi nama komputer (NetBIOS) menjadi alamat IP (Internet Protocol) sekaligus juga memantau share yang ada di jaringan. Kerja SMBD (Server Message Block Daemon) sendiri diatur melalui sebuah file konfigurasi. Dengan membuat file konfigurasi yang tepat, samba memberikan kemampuan sebagi file server maupun print server, dan juga sebagai pengendali domain(Domain Controller).
Domain Controller merupakan suatu sistem dimana login user terpusat pada server, sehingga pengaturan User Account meliputi penambahan user, penghapusan user maupun penganturan hak akses user hanya di lakukan pada server domain tersebut.

2.2	PERANCANGAN



















Gambar 2.4. Rancangan Jaringan.

Layanan yang dimaksud adalah File server, DHCP server, dan pengaturan domain. Untuk mewujudkan layanan tersebut pada jaringan yang telah ada perlu ditambahkan sebuah server, server tersebut berupa sebuah komputer yang di install dengan sistem operasi Linux Ubuntu Server 8.10 dan dilakukan beberapa konfigurasi agar dapat bekerja pada client yang menggunakan OS berbasis Windows. Server ini yang menjadi penyedia layanan dan menjadi pengendali domain di dalam jaringan tersebut.
Alamat IP pada host-host client tersebut merupakan IP dinamis DHCP yang diberikan oleh server DHCP. Pada jaringan tersebut yang betugas memberikan layanan DHCP server adalah sebuah server dengan sistem operasi Ubuntu Server 8.10 yang telah dikonfigurasi untuk memberikan alamat IP mulai dari 192.168.0.241 sampai dengan 192.168.0.248, sehingga konfigurasi yang dilakukan memungkinkan untuk jumlah host client sampai dengan 8 unit.
Penggunaan alamat 192.168.x.x karena alamat ini direkomendasikan untuk private internet oleh IANA. Sehingga ketika jaringan ini terhubung ke internet maka alamat host tersebut telah memenuhi standar ketentuan pengalamatan. Untuk jaringan kelas C alamat yang dicadangkan oleh IANA untuk private internet mulai dari 192.168.0.0 sampai dengan 192.168.255.255 lain dari itu dalam kelas yang sama digunakan untuk alamat public.




















IP Address  : 192.168.0.254
Netmask      : 255.255.255.240
DOMAIN     :
“SERVERSTUDENT”
Workgroup : “lab.komputer”
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