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POVZETEK 
Diplomsko delo obdeluje področje varstva osebnih podatkov in uporabe avto kamere z 
zakonsko podlago. V Sloveniji uporaba avto kamer ni posebej regulirana, zato se 
uporabljajo splošna pravila varstva osebnih podatkov. Razlog za pisanje diplomskega dela 
o tej temi je naraščanje uporabe avto kamer tudi v Sloveniji, vendar se z javno objavo 
posnetkov avto kamer marsikdo ne zaveda, da krši pravice varstva osebnih podatkov 
drugih. Z analizo zakonov in študijo primerov smo predstavili zakonodajo glede uporabe 
avto kamer in posnetkov ter kršitve, ki nastanejo z javno objavo posnetka. Primerjali smo 
uporabo avto kamer v nekaterih državah in analizirali mnenja Informacijskega 
pooblaščenca glede danih situacij varstva osebnih podatkov. V diplomskem delu smo 
prikazali dejstva, da javna objava posnetkov, ki so nastali z avto kamero zasebnikov, 
predstavlja kršitev predpisov s področja varstva osebnih podatkov. Predstavili smo 
predpise, ki se kršijo v primeru objave videoposnetkov in kakšen pomen imajo kot 
dokazno gradivo. Namen diplomskega dela je ozaveščanje vseh sedanjih in tudi bodočih 
uporabnikov avto kamer, da se pred uporabo le teh seznanijo z zakonodajo, ki jo morajo 
upoštevati in s sankcijami, ki jih lahko doletijo v primeru kršitve le te. 
Ključne besede: avto kamere, varstvo osebnih podatkov, videonadzor, upravni nadzor, 
prekrškovne sankcije, Informacijski pooblaščenec, dokazilo. 
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ABSTRACT 
USE OF DASHBOARD CAMERA (DASHCAM) AND PERSONAL DATA 
PROTECTION 
In this work we deal with the field of personal data protection and the use of a dashboard 
camera with a legal basis. In Slovenia the use of dashboard camera is not specifically 
regulated and therefore general rules regarding the protection of personal data are 
applied. The initiative for writing this work is the increasing use of dashboard camera in 
Slovenia with many people not realizing that by publishing camcorder recordings they 
violate the rights to the protection of personal data of others. By analyzing the laws and 
studying the cases we introduce legislation on the use of dashboard cameras, recordings, 
and the violations caused by the publication of these recordings. We compare the use of 
dashboard cameras with other countries and analyze the opinions of the Information 
Commissioner regarding given personal data protection conditions. In this work we show 
that the publication of the recordings violates the regulations in the field of personal data 
protection. We introduce the rules that are most often violated with the publication and 
the importance of the recordings as evidence in a court of law. The aim of this work is to 
raise awareness of all current and future dashboard camera users about legislation as 
well as the sanctions when breaching the sectoral legislations. 
Keywords: dashboard cameras, personal data protection, video surveillance, 
administrative supervision, offense sanctions, information commissioner, evidence. 
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1 UVOD 
Sama tematika uporabe avto kamer je še dokaj nova, uporaba le-teh pa postaja vse bolj 
popularna tudi v Sloveniji. Pri nekaterih avtomobilskih podjetjih je dosegljiva že kot del 
opreme, ki snema dogajanje, kot tudi trenutno sliko (na primer pomoč pri vzvratni vožnji). 
Varstvo osebnih podatkov je področje, ki dobiva čedalje večji pomen, sploh zaradi 
uporabe svetovnega spleta. Nadgradnja tehničnih zmogljivosti in računalniške opreme je 
prinesla tudi mnogo vprašanj glede varnosti osebnih podatkov. Ogromna količina 
podatkov, ki jih obdelujejo razni sistemi, omogoča lažjo pretočnost podatkov, vendar ti 
podatki ne bi smeli biti dostopni vsakomur. Avto kamere lahko predstavljajo podoživljanje 
spominov in poti, ki smo jo prevozili, pomagajo pri razumevanju voznikovih napak ali pa 
celo nesreč, vendar pa lahko ti videoposnetki vsebujejo mnogo osebnih podatkov (tudi 
drugih oseb), na katere sprva nismo pozorni. Ko se zadeva objavi na spletu, lahko z 
razkritjem teh podatkov oškodujemo sebe in vse osebe, udeležene na videoposnetku.  
Postavili smo hipotezo, da javna objava posnetkov, posnetih z avto kamero s strani 
zasebnikov, predstavlja kršitev predpisov s področja varstva osebnih podatkov. 
Namen diplomskega dela je na podlagi zakonodaje ugotoviti, katere pravice so z javno 
objavo posnetkov lahko kršene in kako lahko ravnamo v primeru, ko se to zgodi tudi nam. 
Raziskati nameravamo, kdaj bi se lahko posnetki obravnavali kot dokazno gradivo, in vse 
to povezati z zakonodajo. Raziskati želimo spremembe, ki jih Evropska unija (v 
nadaljevanju EU) prinaša z novo uredbo glede varstva podatkov.  
Cilj diplomskega dela je ljudem predstaviti in jih hkrati informirati, da je lahko javna 
objava posnetkov kršenje pravic drugih. Prikazati želimo tudi zakonodajo glede avto 
kamer in posnetkov v Sloveniji ter jo primerjati z drugimi državami. 
V uvodnem delu je predstavljana uporaba avto kamere v Sloveniji in primerjava z drugimi 
državami. Vsaka država ima drugačno zakonodajo glede uporabe avto kamer. Predstavili 
smo tudi svoje mnenje glede prednosti in slabosti uporabe avto kamer. V tretjem poglavju 
smo analizirali pravno ureditev varstva osebnih podatkov ter začetke zasnove novejšega 
zakona. V četrtem poglavju smo predstavili novo splošno uredbo, ki jo je celotna EU 
začela uporabljati maja 2018. Analizirali smo izbrana mnenja Informacijskega 
pooblaščenca glede kršitev varstva osebnih podatkov. V petem poglavju smo analizirali 
zakon, ki opredeljuje prekrške in kršitve pri videonadzoru. Opisali smo prekrškovno in 
upravno ukrepanje na tem področju ter raziskali verodostojnost videoposnetkov kot 
dokazno gradivo v prekrškovnem in upravnem postopku.  
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2 TEORETIČNA ANALIZA UPORABE AVTO KAMERE 
Posnetki iz avto kamer (angl. dascam ali dashboard camera) so vse bolj aktualni na spletu. 
Prikazujejo različno dogajanje na cestah in parkiriščih. Prevladujejo posnetki nesreč, 
vozniških napak in celo nasilje med vozniki. Na spletu so zelo popularni videoposnetki iz 
Rusije in ostalih držav bivše Sovjetske zveze. Najpogostejši razlog za uporabo avto kamer 
je izkazovanje nedolžnosti oziroma lažja razjasnitev okoliščin. Posnetki pa lahko varujejo 
tudi pred različnimi sleparji. Po svetu so vse pogostejši dogodki, ko se na primer pešec 
namerno vrže pred vozilo, da bi bilo videti, kot da ga je zbil voznik, ali pa namerno izsilijo 
nesrečo, da bi prišli do raznih odškodnin. Po podatkih Insurance Fraud Bureau (Trakm8, 
b.d.) zaradi prevar, ki jih imenujejo »crash-for-cash« (trk za denar), v Združenem 
kraljestvu letno izgubijo približno 340 milijonov funtov, kar je približno 390 milijonov 
evrov. 
Avto kamere praviloma namestimo na vetrobransko steklo ali na armaturno ploščo. 
Nekatera podjetja pa celo kot dodatno opremo kamero serijsko vgradijo v avtomobil. 
Priključijo se na električni tokokrog avtomobila in delujejo samostojno. Posnetek se 
shranjuje na spominske kartice, ko pa se te zapolnijo, se začnejo posnetki snemati čez 
najstarejše posnetke. Izbira avto kamer je velika. Nekatere imajo vgrajen globalni sistem 
pozicioniranja (v nadaljevanju GPS), prikazujejo hitrost in položaj avtomobila ter druge 
specifikacije. 
2.1 AVTO KAMERE V SLOVENIJI IN PO SVETU 
Uporaba avto kamer v Evropi zaenkrat še ni poenotena. Vsaka država ima svojo toleranco 
uporabe avtomobilskih kamer in uporabo teh posnetkov za različne namene. Večina 
evropskih držav lastništvo avto kamere dovoljuje, vendar pod določenimi pogoji. Po 
podatkih podjetja Snooper (2017) najstrožje kazni za uporabo in lastništvo predpisuje 
Avstrija. Kazen lahko znaša tudi do 10 tisoč funtov, to je približno 11,5 tisoč evra. Tudi 
Portugalska ne odobrava uporabe avto kamere. Države, kot so Bosna in Hercegovina, 
Danska, Italija, Malta, Nizozemska, Srbija, Španija in Švedska, posebnih ureditev nimajo. 
Belgija uporabo dovoljuje le za privatne namene, lahko se uporabi kot dokazno gradivo, 
vendar morajo biti vse stranke v postopku o tem obveščene. Tudi Francija ima določene 
pogoje, in sicer uporabo samo za lastne potrebe, videoposnetki se ne smejo objavljati na 
spletu ter nameščena kamera v avtomobilu ne sme zakrivati vidnega polja voznika. V 
Nemčiji se posnetek sme uporabljati za zavarovalnice. Prepovedano je snemati obraze in 
registrske tablice posameznikov. Tudi tej državi je pomembno, da nameščena kamera ne 
zakriva vidnega polja vozniku. Poleg Nemčije tudi Norveška daje pomemben pomen sami 
namestitvi kamere. Luksemburg zakonsko kamere ne dopušča. Velika Britanija dovoljuje 
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uporabo, vendar kamera ne sme biti moteča za voznika in ne sme kazati slike, medtem ko 
voznik vozi. Švicarji uporabe sicer ne preprečujejo, vendar njeno uporabo močno 
odsvetujejo, saj se lahko krši pravico varstva osebnih podatkov. V Sloveniji uporaba avto 
kamer ni posebej regulirana, se pa uporabljajo splošna pravila varstva osebnih podatkov. 
Že prej smo omenili, da je po številu uporabnikov avto kamer vodilna Rusija. V Rusiji se je 
trend uporabe avto kamer začel po letu 2009, ko so odpravili še zadnje zakonodajne 
ovire, ki so preprečevale snemanje v javnosti. V Rusiji je velika težava v kulturi voznikov, 
posledično je veliko smrtnih žrtev in materialne škode. Eden izmed glavnih razlogov, zakaj 
je uporaba kamer tako popularna, je tudi neučinkovitost in skorumpiranost policije, 
zavarovalnice pa so zelo nezaupljive. Problem predstavljata tudi neučinkovito sodstvo in 
stopnja kriminala v državi. Posnetek je zato lahko edina rešitev, da voznik dokaže svojo 
nedolžnost in mu zavarovalnica pokrije škodo (Poženel, 2014). Alexei Dozorov (Yegorov, 
2017) je povedal, da je situacija prerasla do te meje, da gremo lahko v avto brez hlač, 
vendar nikoli brez avto kamere. Na posnetkih Rusov lahko zasledimo vse, od meteoritov 
na nebu, divjih živali, ki se pojavijo od nikoder, do dveh voznikov, ki se udarjata s kijem.  
2.2 PREDNOSTI IN SLABOSTI UPORABE AVTO KAMER IZVEN JAVNIH 
POOBLASTIL 
Prednosti in slabosti so opredeljene po našem lastnem mnenju in presoji, a vseeno 
podkovane z določenimi dejstvi. Z obstoječo zakonodajo ali pa z možnimi spremembami 
le-te avto kamere lahko predstavljajo reševanje problemov ali pa nastajanje novih.  
2.2.1 Prednosti 
Prednost avto kamere je lahko odkrivanje povzročitelja prometne nesreče. Zavarovalnica 
Triglav (Pirman, 2018) poudarja, da imajo kamere lahko preventivni učinek, saj odvračajo 
oškodovance od uveljavljanja nepoštenih zahtevkov. Menimo, da bi bila zavarovalnicam 
uporaba avto kamer v korist, saj bi se zavarovalniške goljufije lahko znižale. Po podatkih 
strokovnjakov (Košir, 2017) naj bi bilo kar 10 odstotkov vseh škod po svetu posledica 
goljufij. Videoposnetek torej razkrije, ali je bil prekršek storjen zaradi neupoštevanja 
cestno-prometnih predpisov, prehitre vožnje, neupoštevanja varnostne razdalje in drugih 
podatkov ali pa je bil to le poizkus ogoljufati zavarovalnico. Posnetek bi lahko pripomogel 
tudi k reguliranju višine kazni, in sicer glede na to, kako hud prekršek je bil storjen.  
Večina ljudi dogajanje v prometu snema ali slika z mobilnim telefonom. Avto kamera je 
nameščena na armaturno ploščo ali pa na vetrobransko steklo, zato se z njo ni treba 
dodatno obremenjevati in ne odvrača pozornosti od dogajanja na cesti. Po podatkih Javne 
agencije Republike Slovenije za varnost prometa (2018) telefon med vožnjo kljub 
prepovedi uporablja kar 75 odstotkov voznikov v Sloveniji. 
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2.2.2 Slabosti 
Če bi posnetki z avto kamer delovali kot absolutno dokazno gradivo, bi se začeli pojavljati 
ljudje, ki bi opravljali delo policije. Namensko bi se usedli v avtomobil in iskali nekoga, ki bi 
storil prekršek, potem pa posnetek posredovali policiji. Delo policije bi se sicer 
razbremenilo in kršitelje ustrezno kaznovalo, vendar temeljna naloga policistov ni pisanje 
kazni in polniti državno blagajno, ampak skrbeti za varnost v prometu in zmanjšati število 
prekrškov. 
Tehnologija je v stalnem razvoju, zato lahko možnost montaže videoposnetkov 
predstavlja resno težavo. Nekateri avtomobili imajo že serijsko vgrajene kamere, dostop 
do teh pa imajo le pooblaščeni servisi na podlagi naloga. Tehnologija, kako ustrezno 
zavarovati nepooblaščen dostop do kamere, bi morala biti vedno korak pred možnostjo 
prirejanja posnetkov. 
Primer uporabe kamere za storitev kaznivega dejanja: avto, puščen na določenem mestu, 
z namenom da snema določen objekt. Na prvi pogled sam avto ne predstavlja grožnje, 
kamera v avtomobilu pa je stalno prižgana in snema dogajanje okoli določenega objekta. 
Potencialnemu storilcu kaznivega dejanja je tak posnetek lahko v pomoč, da predvidi, kdaj 
je objekt nenadzorovan oziroma ni nikogar, ki bi se v objektu nahajal, in izkoristi 
priložnost za izvedbo kaznivega dejanja. 
2.2.3 Pomoč za varno vožnjo 
Evropska komisija (European Commission, b.d.b) je podala nekaj možnosti oziroma idej, ki 
bi pripomogle k večji varnosti na cestah. Ena izmed idej je bila uporaba črne skrinjice 
(angl. Black Box). Ta izraz sicer že poznamo iz letalske tehnologije. Zadeva pa se počasi 
uveljavlja tudi v avtomobilski industriji. Avtomobilska verzija se imenuje The Event Data 
Recorder (v nadaljevanju EDR). Naprava služi kot orodje za beleženje podatkov pred in po 
trku. Njihov cilj vpeljave te naprave je predvsem lažje sankcioniranje prekrškarjev in 
nagrajevanje varne vožnje. Zaenkrat je vpeljana le uporaba tahometra predvsem v 
tovornih vozilih. Vozniki tovornih vozil namreč opravljajo daljše poti in so zato bolj 
izpostavljeni utrujenosti. Tahometer beleži njihov čas vožnje in kdaj so bili opravljeni 
počitki. Utrujenost je eden izmed glavnih razlogov povzročitve prometnih nesreč.  
Komisija (European Commission, b.d.b) za varno vožnjo priporoča tudi uporabo aktivnega 
zavornega varnostnega sistema (v nadaljevanju ABS). Ta prepreči drsenje zaradi 
zaklenjenih koles pri močnem zaviranju in zagotovi krmiljenje v izrednih razmerah. Sistem 
se nahaja že v vseh modernejših vozilih pri nas. Priporoča se tudi uporaba opozorilnika za 
pripenjanje voznega pasu. Ne še tako razvite pa so alkoholne zapore. Te preprečujejo 
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vožnjo pod vplivom alkohola. Vožnja pod vplivom alkohola namreč povzroči približno 
25 odstotkov vseh smrtnih žrtev v cestnem prometu v Evropi. 
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3 NORMATIVNA ANALIZA PRAVNE UREDITVE VARSTVA OSEBNIH 
PODATKOV 
Varstvo zasebnosti in osebnih podatkov je vse pomembnejša temeljna človekova pravica. 
Tudi Informacijski pooblaščenec (2009, str. 5) izpostavlja, da gre za temeljno človekovo 
pravico, kjer je pomembno tudi varstvo posameznika pred posegi države in njenih 
organov. Zato je poseg v to pravico možen le izjemoma, pod določenimi pogoji, ki jih 
določa zakon, poseg pa mora biti vedno utemeljen in sorazmeren. Nadaljuje, da mora 
država z namenom zagotavljanja in uveljavljanja pravic zagotavljati tudi učinkovitost 
svojega delovanja. Med drugim je tu pomembna tudi naloga Informacijskega 
pooblaščenca, da nadzoruje izvajanje zakona in drugih predpisov, spremlja obdelavo 
podatkov, daje mnenja in predloge ter svetuje. Njegove naloge in pristojnosti so 
opredeljene v Zakonu o Informacijskem pooblaščencu (ZInfP, Uradni list RS, št. 113/05 in 
51/07 – ZUstS-A). 
Ko govorimo o varstvu osebnih podatkov, se je treba zavedati, da je to skupek različnih 
mednarodnih dokumentov, kot so na primer Splošna uredba o varstvu podatkov (SUVP), 
angleško General Data Protection Regulation (GDPR, Uredba EU, št. 679), Evropska 
konvencija o varstvu človekovih pravic in temeljnih svoboščin (EKČP, Uradni list RS – MP, 
št. 7/97 (33/94)) ter zakonodaja in dokumenti posamezne države. V Sloveniji varstvo 
osebnih podatkov v 38. členu zagotavlja Ustava Republike Slovenije (URS, Uradni list RS, 
št. 33/91-I, 42/97-UZS68, 66/00-UZ80, 24/03-UZ3a, 47, 68, 69/04-UZ14, 69/04-UZ43, 
69/04-UZ50, 68/06-UZ121, 140, 143, 47/13-UZ148, 47/13-UZ90, 97, 99 in 75/16-UZ70a). 
Ta člen zagotavlja varstvo osebnih podatkov, prepoveduje pa uporabo osebnih podatkov 
v nasprotju z namenom njihovega zbiranja (prvi odstavek 38. člena URS). Z odstavkom, da 
zbiranje, obdelovanje, namen uporabe, nadzor in varstvo, tajnost osebnih podatkov 
določa zakon (drugi odstavek 38. člena URS), URS preusmerja na Zakon o varstvu osebnih 
podatkov (ZVOP-1, Uradni list RS, št. 94/07 – uradno prečiščeno besedilo), ki ureja 
materijo varovanja osebnih podatkov v Republiki Sloveniji. Slovenija je sicer imela že 
pripravljene predloge za spremembo obstoječega oziroma uveljavitev novega zakona – 
ZVOP-2, vendar nas je v maju 2018 prehitela EU s sprejetjem Splošne uredbe o varstvu 
osebnih podatkov. Področje varstva osebnih podatkov mora biti enotno urejeno po 
celotni Evropi. Ker pa se pojavlja problem neusklajenosti med GDPR in ZVOP-1 ter 
predlogi o uveljavitvi ZVOP-2, bomo med drugim analizirali tudi to. 
Temelj varstva osebnih podatkov je uravnotežena zaščita podrejene stranke, kar pa 
pomeni pretežno upravno-procesno varstvo. Gre za tehtanje javnega interesa in zasebnih 
pravnih interesov oziroma z drugimi besedami, Zakon o splošnem upravnem postopku 
(ZUP, Uradni list RS, št. 24/06 – uradno prečiščeno besedilo, 105/06 – ZUS-1, 126/07, 
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65/08, 8/10 in 82/13) je skupek minimalnih standardov varstva javnih in zasebnih pravnih 
interesov ter varstva človekovih pravic (Kovač, 2019). Kovač (2019) meni, da gre pri 
varstvu osebnih podatkov za upravno razmerje, ker gre na eni strani za razmerje 
upravljavca osebnih podatkov v odnosu do posameznika, katerega osebne podatke 
obdeluje, na drugi strani pa za subjekt, ki ga nadzoruje Informacijski pooblaščenec v 
sklopu svojih pooblastil in nalog.  
3.1 SPLOŠNO O ZVOP-1 
Leta 1990 je Slovenija dobila svoj prvi zakon, ki je urejal varstvo osebnih podatkov. Od 
tega leta je bil zakon dvakrat reformiran, in sicer leta 1999. Druga reformacija nam je 
1. januarja 2005 prinesla začetek uporabe ZVOP-1. Posledica sprememb je bila med 
drugim tudi vstop Slovenije v EU in s tem potreba po upoštevanju pravnega reda kot ena 
izmed članic. Na seji Državnega zbora Republike Slovenije, dne 27. septembra 2007, pa so 
potrdili še uradno prečiščeno besedilo Zakona o varstvu osebnih podatkov, ki obsega: 
Zakon o varstvu osebnih podatkov (ZVOP-1), Zakon o Informacijskem pooblaščencu 
(ZInfP), Zakon o spremembah in dopolnitvah Zakona o ustavnem sodišču (ZUstS-A, Uradni 
list RS, št. 51/07) in Zakon o spremembah in dopolnitvah Zakona o varstvu osebnih 
podatkov (ZVOP-1A, Uradni list RS, št. 67/07). 
ZVOP-1 obravnava pomembno ustavno človekovo pravico. Zakon določa pravice, 
obveznosti, načela in ukrepe, s katerimi se preprečujejo neustavni, nezakoniti in 
neupravičeni posegi v zasebnost in dostojanstvo posameznika pri obdelavi njegovih 
osebnih podatkov (1. člen ZVOP-1). Zakon dopušča, da so ožja pravna področja urejena s 
področnimi zakoni. 
Treba je izpostaviti, da ZVOP-1 glede na Splošno uredbo o varstvu podatkov velja 
omejeno. Uredba se je začela uporabljati 25. maja 2018 in je v veliki meri nadomestila 
določbe ZVOP-1. Od tega dne dalje je treba uporabljati pravila GDPR, zraven pa še 
preostala pravila ZVOP-1, ki še ostajajo v uporabi. Tu gre zlasti za področne ureditve, kot 
so videonadzor, biometrija, povezovanje zbirk podatkov, strokovni nadzor in druge, če 
niso v nasprotju s katero izmed določb GDPR. Državni nadzorni organ še vedno ostaja 
Informacijski pooblaščenec z določenimi novimi pooblastili (Ministrstvo za pravosodje, 
2018b).  
3.1.1 Načela ZVOP-1 
ZVOP-1 v okviru splošnih odločb poudarja tri načela. Pomembnost teh členov sta 
izpostavila tudi Čebulj in Žurej (2005, str. 26) v analizi zakona. To so načelo zakonitosti in 
poštenosti, načelo sorazmernosti in prepoved diskriminacije. Treba jih je upoštevati v 
vsaki fazi ravnanja z osebnimi podatki.  
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3.1.1.1 Načelo zakonitosti in poštenosti 
To načelo opredeljuje 2. člen ZVOP-1, in sicer zahteva, da se osebni podatki opredeljujejo 
zakonito in pošteno. Pogoje, ki morajo biti izpolnjeni, ZVOP-1 opredeljuje od 8. do 
17. člena. To je prvo poglavje zakona in opredeljuje pravne podlage in namene. Prvi 
odstavek 8. člena ZVOP-1 predpisuje, da se osebni podatki lahko obdelujejo le, če tako 
določa zakon ali pa je podana osebna privolitev posameznika. Prav tako mora z zakonom 
biti določen namen obdelave osebnih podatkov. V primeru osebne privolitve 
posameznika pa mora biti le-ta predhodno pisno ali na drug ustrezen način seznanjen, 
kakšen je namen obdelave osebnih podatkov. Osebna privolitev posameznika je 
prostovoljna izjava volje posameznika, da se lahko njegovi osebni podatki obdelujejo za 
določen namen. Privolitev posameznika je lahko pisna ali ustna (štirinajsti odstavek 
6. člena ZVOP-1). 
ZVOP-1 razlikuje pravno podlago za obdelavo osebnih podatkov med javnim in zasebnim 
sektorjem. Osebni podatki v javnem sektorju se lahko obdelujejo, če to določa zakon. 
Hkrati pa se z zakonom lahko določi, da se določeni osebni podatki obdelujejo le na 
podlagi osebne privolitve posameznika. Nosilci javnih pooblastil lahko osebne podatke 
obdelujejo tudi na podlagi privolitve posameznika, brez podlage v zakonu, kadar ne gre za 
izvrševanje njihovih nalog kot nosilcev javnih pooblastil. Obdelujejo se lahko tudi osebni 
podatki posameznikov, ki so z javnim sektorjem sklenili pogodbo ali pa so v fazi pogajanj, 
vendar le, če je obdelava osebnih podatkov potrebna in primerna za izvedbo pogajanj, za 
sklenitev ali izpolnjevanje pogodbe. V javnem sektorju se izjemoma lahko obdelujejo tisti 
osebni podatki, ki so nujni za izvrševanje zakonitih pristojnosti, nalog ali obveznosti 
javnega sektorja (9. člen ZVOP-1). Pravna podlaga za zasebni sektor dovoljuje obdelavo 
osebnih podatkov, če tako določa zakon ali pa je podana osebna privolitev posameznika. 
Obdelujejo se lahko osebni podatki posameznikov, ki so z zasebnim sektorjem sklenili 
pogodbo ali pa so v fazi dogovarjanja. Lahko pa se obdelujejo osebni podatki, če je to 
nujno za uresničevanje zakonitih interesov zasebnega sektorja in ti interesi očitno 
prevladujejo nad interesi posameznika, na katerega se osebni podatki nanašajo (10. člen 
ZVOP-1). Velika izjema je, kadar je obdelava osebnih podatkov nujno potrebna za 
varovanje življenja ali telesa posameznika. Takrat se lahko njegovi osebni podatki 
obdelujejo ne glede na to, da za to ni druge pravne podlage (12. člen ZVOP-1). Občutljivi 
osebni podatki so podatki o rasnem, političnem, verskem prepričanju, zdravstvenem 
stanju, spolnem življenju in drugi podatki. Osebni podatki so lahko tudi biometrične 
značilnosti, če je z njihovo uporabo mogoče določiti posameznika v zvezi s kakšno od prej 
navedenih okoliščin (devetnajsti odstavek 6. člena ZVOP-1). Obdelava občutljivih 
podatkov je z zakonom opredeljena v 13. in 14. členu. Občutljivi osebni podatki se 
načeloma obdelujejo le, če je posameznik za to podal izrecno privolitev (praviloma je ta v 
pisni obliki), v javnem sektorju pa je obdelava le-teh določena z zakonom (prvi odstavek 
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13. člena ZVOP-1). Občutljive osebne podatke se pri obdelavi posebej označi in se jih 
zavaruje. 
Načelo zakonitosti obsega tudi zbiranje in nadaljnjo obdelavo osebnih podatkov. Osebni 
podatki se lahko zbirajo le za določene in zakonite namene. Ne smejo pa se nadalje 
obdelovati tako, da bi njihova obdelava bila v neskladju z nameni, razen če zakon ne 
določa drugače (16. člen ZVOP-1). Takšna izjema je na primer predvidena v 17. členu 
ZVOP-1, ki dovoljuje obdelavo za zgodovinske, statistične in znanstveno-raziskovalne 
namene. Rezultati teh namenov se morajo objaviti v anonimizirani obliki, razen če zakon 
ne določa drugače ali pa je posameznik (ali dediči umrle osebe) dovolil objavo 
neanonimizirane oblike v pisni privolitvi. 
Poštenost se zagotavlja predvsem tako, da so podatki, ki se obdelujejo, točni in ažurni 
(prvi odstavek 18. člena ZVOP-1). Upravljavec osebnih podatkov mora posamezniku 
sporočiti, kdo je upravljavec podatkov in s kakšnim namenom bo te osebne podatke 
obdeloval. Prav tako ga mora seznaniti z informacijami, kdo bo uporabnik njegovih 
osebnih podatkov, ali je zbiranje teh podatkov prostovoljno ali obvezno, o možnih 
posledicah, informacijah o pravici do vpogleda, prepisa, kopiranja, dopolnitve, popravka, 
blokiranja in izbrisa osebnih podatkov, ki se nanj nanašajo. Informacij pa ni treba 
posredovati, kadar gre za zgodovinske, statistične ali znanstveno-raziskovalne namene, saj 
bi to posredovanje povzročilo velike stroške, nesorazmerno velik napor in veliko časa ali 
pa je z zakonom izrecno določen vpis ali posredovanje osebnih podatkov (19. člen 
ZVOP-1). 
3.1.1.2 Načelo sorazmernosti 
Načelo sorazmernosti je opredeljeno v 3. členu ZVOP-1 in določa sorazmerje med 
obsegom in namenom zbiranja podatkov, ki se nadalje obdelujejo. Čebulj in Žurej (2005, 
str. 29) navajata, da to načelo predstavlja dve omejitvi pri obdelavi osebnih podatkov. Kot 
prvo omejitev zbiranja in nadaljnjega obdelovanja sta postavila ustreznost podatkov. 
Ustreznost podatkov pomeni, da se smejo zbirati le tisti osebni podatki, ki dejansko služijo 
namenu zbiranja. »Lahko bi dejali, da morajo biti z namenom v nekakšni vzročni zvezi« 
(Čebulj & Žurej, 2005, str. 29). Kot drugo omejitev sta Čebulj in Žurej (2005, str. 29) 
navedla zahtevo, da morajo biti osebni podatki po obsegu primerni glede na namen 
zbiranja in nadaljnjega obdelovanja. Nadaljujeta, da se smejo zbirati samo tisti osebni 
podatki, ki so nujno potrebni za doseg prvotnega namena zbiranja in obdelovanja. 
Zbiranje torej ne bi smelo biti prekomerno in preobsežno. 
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3.1.1.3 Prepoved diskriminacije 
Prepoved diskriminacije opredeljuje 4. člen ZVOP-1. Na višji ravni enakost pred zakonom 
določa že Ustava Republike Slovenije. Varstvo podatkov je zagotovljeno vsakemu 
posamezniku, ne glede na njegovo barvo, raso, narodnost, etičnost, spol, jezik in druge 
osebne okoliščine. Čebulj in Žurej (2005, str. 30) sta med vsemi osebnimi okoliščinami kot 
zanimivost izpostavila državljanstvo, saj ta varuje tudi tujce. Zakon torej zagotavlja varstvo 
osebnih podatkov vsakemu posamezniku ne glede na državljanstvo. Tu za tujce ne gre 
šteti državljanov EU. 
3.1.2 Varstvo osebnih podatkov po ZVOP-1 
Da zakon določa pravice, obveznosti, načela in ukrepe, s katerimi se preprečujejo 
neustavni, nezakoniti in neupravičeni posegi v zasebnost in dostojanstvo posameznika pri 
obdelavi osebnih podatkov, smo že omenili. Tu je treba razjasniti pomene nekaterih 
izrazov, ki pa jih ZVOP-1 opredeljuje v svojem 6. členu. Osebni podatki so katerikoli 
podatki, ki se nanašajo na posameznika, ni pa važno, v kakšni obliki so izraženi (prvi 
odstavek 6. člena ZVOP-1). Posameznik je fizična oseba, na katero se nanaša določen 
osebni podatek (drugi odstavek 6. člena ZVOP-1). Obdelava podatkov pomeni kakršnokoli 
delovanje, ki se izvaja v zvezi z osebnimi podatki, ki so avtomatizirano obdelani, so del 
zbirke osebnih podatkov ali so namenjeni vključitvi v zbirko osebnih podatkov. Gre zlasti 
za dejanja, kot so zbiranje, pridobivanje, vpis, urejanje, shranjevanje, prilagajanje itd. 
Obdelava je lahko ročna ali avtomatizirana (tretji odstavek 6. člena ZVOP-1). Posredovanje 
osebnih podatkov je posredovanje ali razkritje osebnih podatkov drugim nepooblaščenim 
osebam (deveti odstavek 6. člena ZVOP-1). Anonimiziranje je sprememba oblike osebnih 
podatkov na način, da jih ni več mogoče povezati s posameznikom (osemnajsti odstavek 
6. člena ZVOP-1). 
Obstajajo pa tudi izjeme oziroma primeri, ko se določbe ZVOP-1 ne uporabljajo ali pa se le 
deloma. Zakon jih opredeljuje v svojem 7. členu. Sem spadajo na primer obdelava 
podatkov za osebno uporabo oziroma družinsko življenje. Določeni členi se na primer ne 
uporabljajo, ko osebne podatke obdelujejo politične stranke, sindikati ali verske 
skupnosti; osebni podatki, ki so potrebni za obveščanje javnosti ali pa upravljavcem 
osebnih podatkov z manj kot 50 zaposlenimi. Izjema velja tudi za upravljavce, kjer je 
obdelava osebnih in občutljivih podatkov del njihove registrirane dejavnosti. Sem spadajo 
na primer zdravniki, odvetniki, notarji, upravljavci osebnih podatkov iz javnega sektorja in 
drugi. 
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3.1.2.1 Dolžnosti upravljavcev zbirk 
Za upravljavce veljajo tudi načela in pravila ZUP, zlasti tista, ki temeljijo na URS. Zakon je 
nuja za delovanje upravljavcev v razmerju do posameznikov, katerih osebni podatki se 
zbirajo in obdelujejo. V nasprotnem primeru pa upravljavci v nadzornih postopkih 
vstopajo v položaj stranke v razmerju do Informacijskega pooblaščenca (Kovač, 2019). 
Vsi upravljavci zbirk osebnih podatkov morajo skrbeti za točnost in ažurnost osebnih 
podatkov. Posameznika so dolžni obvestiti, kdo je zbiratelj osebnih podatkov, kateri 
podatki se zbirajo in kakšen je namen zbiranja oziroma obdelave teh podatkov. 
Prepovedana je uporaba povezovalnega znaka (na primer EMŠO ali davčna številka) pri 
pridobivanju podatkov, razen v izjemnih primerih, ki jih določa zakon. Upravljavec osebnih 
podatkov je dolžan po končani obdelavi oziroma na željo osebe, katere podatki se 
obdelujejo, zbrisati, anonimizirati oziroma uničiti vse pridobljene podatke. Izjeme od te 
obveznosti so upravljavci, ki jih določa zakon. Dolžni pa so posredovati osebne podatke 
uporabnikom, razen če zakon določa drugače, proti plačilu stroškov posredovanja. Za 
vsako posredovanje podatkov pa mora upravljavec zagotoviti tudi njihovo sledljivost, in 
sicer kateri podatki so bili posredovani, komu, kdaj in na kakšni podlagi. Vse podatke so 
dolžni zavarovati in s tem preprečiti naključno ali namerno nepooblaščeno brisanje, 
uničevanje, spreminjanje ali izgubo ter nepooblaščeno obdelavo. Dolžni so varovati tajne 
osebne podatke, to pa se nanaša na funkcionarje, zaposlene in druge posameznike, ki 
opravljajo delo pri osebah, ki obdelujejo osebne podatke. Te osebe so dolžne varovati 
podatke že po zakonu, dolžnost pa velja tudi po prenehanju funkcije oziroma zaposlitve. 
Upravljavec je dolžan voditi katalog zbirke osebnih podatkov. Po zakonodaji mora zbirka 
vsebovati trinajst predpisanih podatkov: naziv zbirke, podatke o upravljavcu, pravno 
podlago obdelave, kategorije posameznikov, vrste osebnih podatkov, namen obdelave, 
rok hrambe, omejitev pravic, uporabnike, podatek o iznosu v tretjo državo, opis 
zavarovanja in podatke o zastopniku. Upravljavec pa je zavezan, da najmanj 15 dni pred 
vzpostavitvijo zbirke osebnih podatkov o tem obvesti Državni nadzorni organ za varstvo 
osebnih podatkov, z izjemo upravljavcev, ki nimajo več kot 20 zaposlenih. Z vsako 
spremembo oziroma dodajanjem nove vrste podatkov je upravljavec dolžan, da nadzorni 
organ obvesti. Vse te obveznosti in omejitve upravljavcev zbirk so podrobneje 
opredeljene v ZVOP-1 v členih 18 do 27. 
3.1.2.2 Pravice in omejitve posameznika 
Pravice posameznika, ki jih ima posameznik v razmerju do Državnega nadzornega organa 
za varstvo osebnih podatkov in upravljavcem osebnih podatkov, so zapisane v ZVOP-1, in 
sicer od 29. do vključno 33. člena. Posameznik ima pravico, da mu Državni nadzorni organ 
dovoli vpogled v register zbirk osebnih podatkov in prepis teh podatkov. Prav tako ima 
posameznik pravico do seznanitve. Upravljavec mu mora na zahtevo omogočiti vpogled v 
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podatke, kopiranje ali pa posredovanje podatkov, ki jih upravljavec o njem hrani. 
Posamezniku mora opredeliti, kakšen je njihov namen shranjevanja in obdelave. 
Posameznik lahko kadarkoli od upravljavca zahteva, da podatke o njem popravi, dopolni 
ali celo izbriše. Zahteva se lahko vloži pisno ali ustno. Posameznik ima tudi pravico do 
ugovora, in sicer kadar sklepa, da se podatki zbirajo nezakonito, da niso izpolnjeni pogoji 
za takšno zbiranje. Tu gre za primere zbiranja podatkov v javnem sektorju. Vložitev takšne 
zahteve zadrži obdelavo osebnih podatkov posameznika, o zakonitosti oziroma pravilnosti 
pa odloči Državni nadzorni organ za varstvo osebnih podatkov. Pravice se posamezniku 
lahko omejijo le v primeru in pod pogoji, ki jih določa zakon, to je, kadar gre za obstoj 
javne koristi (varstvo države, pregon kaznivih dejanj, varstvo pravic drugih …). Omejitve se 
lahko določijo samo v primeru in obsegu, ki je nujen za doseganje javne koristi oziroma 
samega namena omejitve.  
3.1.2.3 Institucionalno varstvo osebnih podatkov in nadzor 
Institucionalno varstvo urejajo odločbe od 50. do 58. člena ZVOP-1. Institucionalno 
varstvo osebnih podatkov opravlja Državni nadzorni organ za varstvo osebnih podatkov. 
Kadar se uporablja izraze »Glavni državni nadzornik«, »Državni nadzorni organ za varstvo 
osebnih podatkov« ali »Pooblaščenec za dostop do informacij javnega značaja«, ti izrazi 
pomenijo Informacijski pooblaščenec (tretji odstavek 3. člena ZInfP). Informacijski 
pooblaščenec opravlja inšpekcijski nadzor nad izvajanjem odločb, ki urejajo varstvo ali 
obdelavo osebnih podatkov (obravnava prijave, v katerih je izražen sum kršitve zakona). 
Zagotavlja enotno uresničevanje ukrepov na področju varstva osebnih podatkov. Njegove 
naloge so sodelovanje z državnimi organi in pristojnimi organi EU za varstvo 
posameznikov pri obdelavi osebnih podatkov ter z vsemi organizacijami s področja 
varstva osebnih podatkov (ali zasebnosti) glede vprašanj, ki so področje varstva osebnih 
podatkov. Inšpekcijski nadzor se opravlja po določbah zakona, ki ureja inšpekcijski nadzor, 
če ta zakon ne določa drugače. To je Zakon o inšpekcijskem nadzoru (ZIN, Uradni list RS, 
št. 43/07 – uradno prečiščeno besedilo in 40/14). Inšpekcijski nadzor opravlja nadzornik v 
mejah pristojnosti Državnega nadzornega organa. Svoje pooblastilo za opravljanje nalog 
izkazuje s službeno izkaznico. Inšpekcijski nadzor obsega nadzor zakonitosti obdelave 
osebnih podatkov, nadzor ustreznosti ukrepov za zavarovanje osebnih podatkov in nadzor 
izvajanja odločb. Če nadzornik pri izvajanju inšpekcijskega nadzora ugotovi, da obstaja 
sum storitve kaznivega dejanja, poda kazensko ovadbo oziroma izvede postopke v skladu 
z Zakonom o prekrških (ZP-1, Uradni list RS, št. 29/11 – uradno prečiščeno besedilo, 
21/13, 111/13, 74/14 – odl. US, 92/14 – odl. US, 32/16 in 15/17 – odl. US). Sum 
opredelitve kaznivega dejanja pa opredelimo s Kazenskim zakonikom (KZ-1, Uradni list RS, 
št. 50/12 – uradno prečiščeno besedilo, 6/16 – popr., 54/15, 38/16 in 27/17). Kadar pa se 
nadzor opravlja na podlagi prijave, se mora prijavitelja obvestiti o vseh pomembnejših 
ugotovitvah in dejanjih v postopku inšpekcijskega nadzora. Nadzornik je dolžan varovati 
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tajnost osebnih podatkov, s katerimi je seznanjen pri opravljanju inšpekcijskega nadzora, 
tudi po prenehanju delovnega razmerja. 
3.1.2.4 Varuh človekovih pravic 
Delo Varuha človekovih pravic je opredeljeno z Zakonom o varuhu človekovih pravic 
(ZVarCP, Uradni list RS, št. 69/17 – uradno prečiščeno besedilo). Njegova glavna vloga je 
varovanje človekovih pravic in temeljnih svoboščin v razmerju do državnih organov, 
organov lokalne samouprave in nosilcev javnih pooblastil (1. člen ZVarCP). Organom daje 
predloge, mnenja, kritike in pripravlja poročila. Postopek pri varuhu je zaupen, nanj pa se 
lahko obrne vsak, ki meni, da so mu z aktom organa kršene človekove pravice ali temeljne 
svoboščine. Varuh lahko postopek začne tudi na lastno pobudo. Postopki pri varuhu so 
neformalni in brezplačni, njegovo delo pa mora biti nepristransko. O vsaki zadevi mora 
pridobiti stališča vseh prizadetih strani. Varstvo osebnih podatkov je posebno področje 
varuha, za katerega je zadolžen eden od namestnikov varuha, to je opredeljeno z 59. 
členom ZVOP-1. 
3.2 NOVA SPLOŠNA UREDBA O VARSTVU PODATKOV EU (SUVP/GDPR) 
Vse več ljudi uporablja internet na dnevni ravni. Delimo vse več osebnih podatkov, za 
nekatere se niti ne zavedamo, kako osebni so. Uporabljamo tudi spletne banke, 
nakupovanje v spletnih trgovinah, socialna omrežja, celo plačujemo davke in urejamo 
upravne zadeve. Nova Splošna uredba o varstvu osebnih podatkov se je v Evropi začela 
uporabljati 25. maja 2018. Kratica GDPR sicer izhaja iz angleškega poimenovanja, vendar 
menimo, da se je ta kratica pri nas bolje uveljavila kot pa kratica SUVP. Namen uredbe je 
bil posplošiti predpise glede varstva podatkov. Strožja pravila ljudem omogočajo več 
nadzora nad njihovimi osebnimi podatki, podjetjem pa omogočajo enake konkurenčne 
pogoje. Mnogi se ne zavedajo, da poleg imena in priimka ter naslova pod osebne podatke 
spadajo tudi lokacija, na kateri se nahajamo v določenem trenutku, internetni protokol (v 
nadaljevanju IP), podatki o našem zdravju, prihodki, kultura, rasna in verska prepričanja 
ter drugo. 
Za spremembe v zakonodaji so se odločili, ker ljudje niso zaupali starim zakonom in 
predpisom. Po podatkih Evropske komisije (European Commission, b.d.a) samo 
15 odstotkov ljudi meni, da imajo popoln nadzor nad podatki, ki jih posredujejo prek 
spleta. Ker pa sta tehnologija in svetovni splet v stalnem razvoju, je bila potrebna 
sprememba. Nezaupanje ljudi v varstvo osebnih podatkov, ki se posredujejo prek spleta, 
je povzročilo celo zaviranje digitalnega gospodarstva. Analiza Evropske komisije 
(European Commission, b.d.a) je pokazala, da naj bi enotna zakonodaja prinesla 
2,3 milijarde evrov gospodarskih koristi. Podjetja, ki so prej morala obveščati različne 
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organe, da bi delovali skladno s starimi sistemi oziroma po zakonodaji držav, v katerih 
poslujejo, so imela kar 130 milijonov evrov stroškov. 
Evropska komisija (European Commission, 2019) je v svoji skripti »MYTHBUSTING: 
General Data Protection Regulation« (slov. Uničevanje mitov) obrazložila napačne 
predstave ljudi o novi uredbi. Ljudje so prepričani, da bo nova uredba popolnoma 
spremenila način delovanja organizacij in jim s tem dodelila dodatno delo. Evropska 
komisija je obrazložila, da je Evropska uredba o varstvu podatkov v veljavi že od leta 1995. 
Ni večjih sprememb na samo zakonodajo. Nova zakonodaja je samo posodobitev zakonov, 
da so ti prilagojeni digitalni dobi. Evropska komisija navaja tudi napačne predstave o 
podjetjih zunaj EU. Ljudje mislijo, da le-tem ni treba delovati po evropski zakonodaji, kar 
pa ne drži. Vsa podjetja na evropskem trgu se morajo držati in se prilagoditi novi 
zakonodaji, sicer so posledice enake za vse, tako članice kot nečlanice EU. Evropska 
komisija izpostavlja tudi strah ljudi, da lahko podjetja, ko enkrat pridobijo njihove 
podatke, z njimi ravnajo, kakor želijo. Vsako podjetje mora vsakič, ko želi pridobljene 
podatke uporabiti za druge namene, kot je bilo izraženo prvotno, stranko ponovno 
vprašati za dovoljenje o zbiranju njenih podatkov. Komisija je prav tako naletela na očitke, 
da ni bilo dovolj časa, da se privadimo in adaptiramo nova pravila. Splošno uredbo o 
varstvu osebnih podatkov je EU sprejela 24. maja 2016, čas za prehod pa se je iztekel 25. 
maja 2018. Velik strah posameznikov je tudi zaradi same višine kazni, ker naj bi te 
podjetja spravile v bankrot. Evropska komisija poudarja, da se kazen razlikuje od primera 
do primera, hkrati pa poudarjajo, da so zato uvedli tudi opozorila pred izrekom kazni. 
GDPR je najprej sestavljen iz 173 točk. Potem sledijo poglavja s členi. GDPR je razdeljen na 
11 poglavij, vsako pa bolj pregledno opredeljuje svoje področje:  
̶ prvo poglavje opredeljuje splošne določbe; 
̶ v drugem poglavju so napisana načela uredbe; 
̶ tretje poglavje opredeljuje pravice posameznika, na katerega se nanašajo osebni 
podatki; 
̶ četrto poglavje opredeljuje obveznosti upravljavca in obdelovalca osebnih 
podatkov; 
̶ peto poglavje se nanaša na prenos osebnih podatkov v tretje države ali 
mednarodne organizacije; 
̶ šesto poglavje se posveča neodvisnim nadzornim organom; 
̶ sedmo poglavje opredeljuje medsebojna sodelovanja in skladnosti; 
̶ osmo poglavje se osredotoča na pravna sredstva, odgovornosti in kazni; 
̶ deveto poglavje obravnava določbe o posebnih primerih obdelave podatkov; 
̶ deseto poglavje obravnava delegirane akte in izvedbene akte; 
̶ enajsto poglavje obravnava končne določbe. 
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Slovenija mora kot članica spoštovati pravo EU. To pomeni neposredno udejanjenje aktov, 
med njimi tudi GDPR, in sprejeti lastno zakonodajo v mejah pravnega sistema EU. Gre 
sicer za določeno avtonomijo članic, kjer še vedno ostaja temeljni namen, da države 
članice zagotovijo primerljivo varstvo pravic na celotnem območju EU (Kovač, 2019). 
3.3 ANALIZA OSNUTKA NOVEGA ZVOP-2 
V drugem krogu javne razprave je bilo v Predlogu Zakona o varstvu osebnih podatkov 
(Ministrstvo za pravosodje, 2018a) predvideno, natančneje v 123. členu, da naj bi se novi 
zakon začel uporabljati 25. maja 2018. Prvotna želja je bila, da bi se novi ZVOP-2 začel 
uporabljati skupaj z GDPR. 
Kljub skrbni analizi, zbiranju mnenj zainteresirane javnosti oziroma javni razpravi in 
medresorskim usklajevanjem ZVOP-2 25. maja ni prišel v veljavo. Novi zakon ni bil 
pravočasno sprejet zaradi povezave z odstopom Vlade RS in s tem posledično razpusta 
Državnega zbora RS (Ministrstvo za pravosodje, 2018b). 
Osnutkov ZVOP-2 je bilo zasnovanih več. Kovač (2019) poudarja, da nerazumevanje, kako 
združiti GDPR, nacionalno varstvo osebnih podatkov in procesne vidike URS, predstavlja 
ključne težave. To je razvidno pri (ne)ločevanju med upravnim in prekrškovnim 
postopkom ter nerazumevanjem pooblastil oziroma ukrepov Informacijskega 
pooblaščenca po GDPR. Kovač (2019) izpostavlja tudi to, da želijo določene rešitve 
prenesti iz drugih evropskih držav, kar pa v določenih delih ni smiselno. Vsaka država ima 
namreč raznoliko pravno ureditev, ki izhaja iz različnih tradicij in sistemskih značilnosti, 
zato varstvo osebnih podatkov ne bi bilo povsod enako učinkovito. 
Marca 2019 se je v Vladi ponovno začelo govoriti o predlogu sprejetja novega zakona 
ZVOP-2. Predlog je pripravljen za boljše zagotavljanje sistema in pravic s področja varstva 
osebnih podatkov v Republiki Sloveniji. Namen novega zakona je sledenje tehnološkim 
razvojem na področju varstva osebnih podatkov. Podatki vse bolj potujejo po svetovnem 
spletu, postajajo trajneje javno dostopni in so tako še bolj občutljivi. Cilj novega zakona je 
zagotoviti izvrševanje določb Splošne uredbe in Direktive. Želi se zagotoviti še večje 
spoštovanje pravne varnosti, tudi tako, da bi bilo čim več določb zbranih na enem mestu. 
Besedilo bi bilo v pomoč posameznikom, na katere se osebni podatki nanašajo, in zaradi 
bolj pojasnjevalnih odločb, lažjega razumevanja same zakonodaje (Vlada Republike 
Slovenije, 2019). 
Novi zakon v splošnem predvideva boljše usklajevanje z novo Uredbo o varstvu podatkov 
in izboljšanje na podlagi spoznanj in izkušenj z uporabo ZVOP-1. Predvidevajo se tudi 
spremembe oziroma dopolnitve v izrazoslovju, kot je na primer izraz zbirka (sedaj zbirka 
osebnih podatkov) ali pa izraz upravljavec (sedaj upravljavec zbirke osebnih podatkov) in 
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druge. Trenutni predlog novega ZVOP-2 predstavlja tudi pet načel zakona. Načelo 
spoštovanja osebnosti in pravic človeka se zavzema za pravice do varstva osebnih 
podatkov in zagotoviti dejansko varstvo te pravice. Pri poseganju v pravico varstva 
osebnih podatkov je treba opraviti oceno spoštovanja načela stroge sorazmernosti. 
Načelo zakonitosti izhaja iz dveh členov URS. To sta drugi odstavek 38. člena URS, ki pravi, 
da zbiranje, obdelovanje, namen, nadzor in varstvo tajnosti podatkov določa zakon, ter 
87. člen URS, ki pravi, da pravice in obveznosti lahko Državni zbor RS določa le z zakonom. 
Tudi načelo namenske obdelave osebnih podatkov izhaja iz drugega odstavka 38. člena 
URS, kar pomeni, da se vsak namen obdelave osebnih podatkov izrecno določa z 
zakonom. Načelo je določeno tudi s prvim odstavkom 38. člena URS. Ta pravi, da je 
prepovedana uporaba osebnih podatkov, ki so v nasprotju s prvotnim namenom zbiranja. 
Omejitev obdelave osebnih podatkov izhaja iz tretjega odstavka 15. člena URS, saj so 
človekove pravice in temeljne svoboščine posameznika omejene s pravicami drugih, 
vendar v primerih, ki jih določa URS. Eno izmed načel je tudi delno relevantno načelo 
»prepovedano vse, kar ni izrecno dovoljeno« oziroma po URS prepovedan vsak poseg v 
pravice, razen tistih, ki so izrecno dovoljene. Na primer pravica do zasebnosti se za 
posameznika lahko konča, kadar nasprotuje z zakonsko izkazanim močnejšim interesom 
drugih (Vlada Republike Slovenije, 2019).  
Predlog novega ZVOP-2 (Vlada Republike Slovenije, 2019) predvideva 159 členov (starejši 
predlog jih je predvidel 123), ki so razdeljeni na 12 delov: 
̶ prvi del opredeljuje temeljne določbe; 
̶ drugi del se posveča pravicam posameznika, na katerega se nanašajo osebni 
podatki; 
̶ tretji del definira obveznosti in odgovornosti upravljavcev in obdelovalcev 
podatkov; 
̶ četrti del opredeljuje pooblaščene osebe za varstvo podatkov, kodekse ravnanja in 
certificiranje; 
̶ peti del poudarja prenos osebnih podatkov tretjim državam ali mednarodnim 
organizacijam; 
̶ šesti del definira nadzorni organ za varstvo osebnih podatkov Republike Slovenije; 
̶ sedmi del določa posebna pravila glede obdelave osebnih podatkov za znanstveno 
in zgodovinsko raziskovalne ter statistične in arhivske namene; 
̶ osmi del se posveča varstvu svobode izražanja in dostopa do informacij v razmerju 
do varstva osebnih podatkov; 
̶ deveti del definira obdelavo osebnih podatkov za namene preprečevanja, 
preiskovanja, odkrivanja ali pregona zaradi kaznivih dejanj ali prekrškov, 
izvrševanja nalog in pooblastil policije, varnosti in obrambe države ter izvrševanja 
kazenskih sankcij; 
̶ deseti del ureja področne ureditve obdelave osebnih podatkov; 
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̶ enajsti del določa kazenske določbe; 
̶ dvanajsti del definira predhodne in končne določbe. 
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4 KRŠENJE ZVOP-1 Z JAVNO OBJAVO POSNETKOV 
Svetovni splet je poln posnetkov, ki prikazujejo dejanja posameznikov. Tudi sam posnetek 
je lahko poln osebnih podatkov. Prva točka 6. člena ZVOP-1 določa, da so osebni podatki 
katerikoli podatki, ki se nanašajo na posameznika, ne glede na obliko, v kateri je izražen. 
Pod osebne podatke se štejejo vsi podatki, iz katerih je možno razkriti identiteto osebe. 
Po prvem odstavku 8. člena ZVOP-1 moramo pri obdelavi oziroma objavi posnetka imeti 
pravno podlago ali pa privolitev posameznikov na posnetku. Paziti moramo torej, da s tem 
ne razkrijemo podatkov drugih oseb, ki se pojavijo na posnetku. 
4.1 ANALIZA POSAMEZNIH ČLENOV GDPR (SUVP) IN ZVOP-1 O 
VIDEONADZORU 
GDPR že v svoji 1. točki opredeli varstvo posameznikov pri obdelavi osebnih podatkov kot 
temeljno pravico. Uredba videonadzora specifično ne obravnava, ga pa splošno zajame z 
obdelavo osebnih podatkov. V 4. točki GDPR navaja, da bi morala biti obdelava osebnih 
podatkov oblikovana tako, da služi ljudem. Države članice EU poziva, naj same, pod 
posebnimi pogoji z zakonodajo omejijo nekatere obveznosti in pravice, če menijo, da so 
takšne omejitve potrebne in sorazmerne z demokratično družbo. Zaščitijo naj posebne in 
pomembne interese, varujejo pred grožnjami in jih preprečujejo (19. točka GDPR). Z 
22. točko GDPR poudarja, da mora biti vsaka obdelava osebnih podatkov v okviru 
dejavnosti sedeža upravljavca ali obdelovalca v EU izvedena v skladu s to uredbo. Vsaka 
obdelava osebnih podatkov mora biti zakonita in poštena (39. točka GDPR).  
ZVOP-1 je v pravni hierarhiji GDPR-ju podrejen in velja omejeno. ZVOP-1 se samemu 
videonadzoru posveča bolj intenzivno, in sicer v svojem drugem poglavju. 
Oseba javnega ali zasebnega sektorja mora obvestiti posameznika, da se na določenem 
kraju izvaja videonadzor. Obvestilo mora biti vidno, razločno in objavljeno na mestu pred 
izvajanjem videonadzora. Vidne morajo biti informacije, da se izvaja videonadzor, naziv 
osebe, ki videonadzor izvaja, in telefonska številka. Telefonska številka je namenjena 
pridobitvi informacije, kje in koliko časa se shranjujejo posnetki. Z obvestilom na vidnem 
mestu se šteje, da je posameznik o izvajanju videonadzora obveščen. Obvestilo se objavi 
na primernem vidnem mestu, na primer pri vhodu ali na ograji. Videonadzorni sistem 
mora biti zavarovan pred dostopom nepooblaščenim osebam (74. člen ZVOP-1). Z globo 
se kaznuje vse, ki kršijo splošne določbe o videonadzoru. Kaznuje se lahko v primeru, da 
obvestilo o izvajanju videonadzora ni vidno in razločno objavljeno ali pa le-tega sploh ni. 
Kaznuje se tudi v primeru, ko obvestilo ne vsebuje vseh osnovno potrebnih informacij. 
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Prav tako se lahko z globo kaznuje neustrezno zavarovanje videonadzornega sistema pred 
nepooblaščenimi osebami (95. člen ZVOP-1). 
Tako v javnem kot tudi zasebnem sektorju se sme izvajati videonadzor dostopa v službene 
oziroma poslovne prostore, vendar le če je to potrebno za varnost ljudi in premoženja. 
Videonadzor ne sme snemati notranjosti stanovanjskih stavb in njihovih vhodov. O 
izvajanju videonadzora pred poslovno stavbo je treba pisno obvestiti vse zaposlene, ki 
opravljajo delo v nadzorovanem prostoru (75. člen ZVOP-1). Z globo se kaznuje vse, ki 
kršijo določbe videonadzora glede dostopa v uradne službene oziroma poslovne prostore. 
Kaznuje se lahko v primeru izvajanja videonadzora, brez obrazložene pisne odločitve ali 
brez pravne podlage. Kaznuje se tudi nadzor v notranjosti stavb, ki pa nimajo vpliva na 
dostop do poslovnih prostorov. Tudi izvajanje videonadzora brez pisne obvestitve 
zaposlenih se kaznuje z globo. Kaznuje se tudi v primeru, da se osebni podatki hranijo dlje 
kot eno leto po nastanku, zakon pa tega ne določa drugače (96. člen ZVOP-1). 
Videonadzor v večstanovanjski stavbi se uvede le takrat, ko je to nujno potrebno za 
varnost ljudi in premoženja. Za izvajanje takšnega nadzora je potrebna pisna privolitev 
solastnikov. Ti morajo imeti v lasti več kot 70 odstotkov solastniških deležev. Nadzoruje se 
lahko le dostope do vhodov, izhodov in skupnih prostorov, ne sme pa se snemati vhodov 
v posamezna stanovanja. Izvajanje sprotnega ali naknadnega pregledovanja posnetkov 
videonadzornega sistema prek kabelskih televizij, interneta ali drugih telekomunikacijskih 
sredstev je prepovedano. S tem se namreč onemogoči neomejeno in sprotno spremljanje 
posnetkov nepooblaščenim osebam (76. člen ZVOP-1). Po 97. členu ZVOP-1 pa se z globo 
kaznuje vse, ki videonadzor izvajajo v nasprotju s 76. členom ZVOP-1. 
Znotraj delovnih prostorov se videonadzor izvaja le v izjemnih primerih. To je, kadar je to 
nujno potrebno za varnost ljudi in premoženja ali pa gre za zavarovanje tajnih podatkov in 
poslovnih skrivnosti. Prepovedano je izvajanje videonadzora v delovnih prostorih izven 
delovnega mesta, na primer v garderobah, dvigalih in sanitarnih prostorih. Vse zaposlene 
se mora pred začetkom izvajanja videonadzora pisno obvestiti, izjemoma ni potrebno le 
takrat, kadar gre za obrambo države, obveščevalno-varnostne dejavnosti države in 
varovanje tajnih podatkov (77. člen ZVOP-1). Po 98. členu ZVOP-1 se z globo kaznuje vse, 
ki videonadzor v delovnih prostorih izvajajo v nasprotju s 77. členom tega zakona. 
4.2 ANALIZA PRIMEROV KRŠITEV PO PRAKSI INFORMACIJSKEGA 
POOBLAŠČENCA 
Informacijski pooblaščenec je prekrškovni organ, ki je pristojen za nadzor nad Zakonom o 
varstvu osebnih podatkov ter je samostojen in neodvisen državni organ (2. člen ZInfP). 
Njegove pristojnosti in pooblastila so določeni z ZInfP. Informacijski pooblaščenec v 
ugotovitvenem in dokaznem postopku deluje po GDPR, ZVOP-1 ter splošno po ZIN, ZUP in 
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ZP-1. To so na primer upravni postopki na zahtevo stranke, popravljalna pooblastila, 
opozorila, ureditvene in prepovedne odločbe (Kovač, 2019). 
Kovač (2019) je razdelila pooblastila Informacijskega pooblaščenca glede na 58. člen GDPR 
in glede na pravni red RS. Pooblastila po 58. členu GDPR se razdelijo na tri dele: 
preiskovalna pooblastila nadzornega organa, ki zajemajo odredbe upravljavcem, da 
zagotovijo vse potrebne informacije, preiskave in preglede; popravljalna pooblastila 
zajemajo opozorila, opomine ali pa se naloži upravno globo; pooblastila v zvezi z dovoljenji 
in svetovalnimi pristojnostmi zajemajo svetovanje upravljavcem, izdajo mnenj državnim 
organom (parlament, vlada in druge) in drugim. Po pravnem redu RS je Kovač (2019) 
razdelila pooblastila glede na pooblastila v ugotovitvenem in dokaznem upravnem 
postopku po ZIN in ZUP, ukrepe po ZIN (prekrškovni in upravni) ter upravne postopke na 
zahtevo stranke, preventive ali svetovanja. Ukrepe po ZIN zajema 33. člen ZIN, to pa so 
opozorila v upravnem postopku, ko še niti ne gre za postopek. 
Pooblaščenec na svoji uradni spletni strani objavlja različne odločbe in mnenja. Daje 
neobvezna mnenja, pojasnila in stališča na podlagi vprašanj s področja varstva osebnih 
podatkov. Po podatkih zadnjega letnega poročila, to je za leto 2017 (Informacijski 
pooblaščenec, 2018, str. 44–46), je bilo izdanih kar 1289 pisnih in 1998 ustnih mnenj, 
izdanih pa 316 odločb. Zoper kršitve določb ZVOP-1 je bilo leta 2017 uvedenih 105 
postopkov o prekršku. Najpogostejše kršitve določb varstva osebnih podatkov so 
zavarovanja, obdelava, nezakonit namen, neustrezno anonimiziranje in videonadzor.  
Na uradni spletni strani Informacijskega pooblaščenca (Informacijski pooblaščenec, 2019) 
se nahajajo odločbe in mnenja glede varstva osebnih podatkov vse od leta 2005. 
Vprašanja so zastavljena s strani pravnih oseb javnega in zasebnega sektorja ter fizičnih 
oseb oziroma posameznikov. Vsebinska področja, ki ožje opredeljujejo varstvo osebnih 
podatkov, obsegajo tematike, kot so na primer bančništvo, delovna razmerja, inšpekcijski 
postopki, občutljivi osebni podatki, pridobivanje osebnih podatkov in druge. Vseh mnenj 
in odločb, objavljenih na spletni strani Informacijskega pooblaščenca, je več kot 3.800, 
število pa še vedno narašča.  
V diplomskem delu smo analizirali tri mnenja, ki ponazarjajo kršitve ZVOP-1 in za katera 
menimo, da najbolje povzamejo problematiko snemanja z avto kamero, javnega 
objavljanja posnetkov in kršenja varstva osebnih podatkov. Prvo in drugo mnenje 
opredeljujeta situacijo snemanja z avto kamero, hkrati pa drugo, skupaj s tretjim 
mnenjem opredeljuje situacijo z javno objavo posnetka na svetovnem spletu oziroma na 
najbolj poznanih družabnih omrežjih, kot sta YouTube in Facebook. 
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4.2.1 Avto šola, snemanje kandidata in prometa 
V sporočilu je posameznika zanimalo, ali lahko v vozilo avtošole namesti kamero, ki bi 
snemala dogajanje v notranjosti in izven vozila. Posameznik želi kamero namestiti za 
analizo vožnje kandidata. Informacijski pooblaščenec je odgovoril, da je snemanje 
dopustno le ob privolitvi vseh posameznikov na posnetku. Po prvi točki prvega odstavka 6. 
člena ZVOP-1 je osebni podatek katerikoli podatek, ki se nanaša na posameznika, ne glede 
na obliko, v kateri je izražen. Pooblaščenec poudari tudi na splošno opredelitev obdelave 
osebnih podatkov v 8. členu ZVOP-1. Osebni podatki se namreč lahko obdelujejo le, če to 
določa zakon ali pa je podana osebna privolitev posameznika. S 7. členom ZVOP-1 
opozori, da se nastali posnetki lahko uporabljajo izključno za osebno rabo ali druge 
domače potrebe. Pooblaščenec v splošnem pojasni, da gre pri uporabi avto kamere za 
obdelavo osebnih podatkov, za to pa mora obstajati zakonsko določena pravna podlaga. 
Pooblaščenec zakonodaje, ki bi avtošolam dovoljevala snemanje, ne pozna, zato mora 
avtošola pridobiti privolitve vseh posameznikov na posnetku. V konkretnem primeru bi 
bilo snemanje znotraj avtomobila izvedljivo, pridobitev privolitve posameznikov, ki so na 
posnetku izven vozila, pa je v praksi (skoraj) neizvedljiva. Snemanje brez privolitve pa 
predstavlja podlago za kazensko ali odškodninsko odgovornost. 
Mnenje Informacijskega pooblaščenca (Informacijski pooblaščenec, 2014a), številka 0712-
1/2014/2897 
4.2.2 Objava videoposnetka vožnje na YouTubu 
Posameznik je napisal, da ga je med vožnjo z avto kamero posnel drug posameznik. Ta je 
kasneje posnetek objavil na portalih YouTube in Facebook. Na posnetku sta jasno 
razvidna registrska tablica in tip avtomobila posameznika. Snemalec naj bi med vožnjo 
posameznika tudi nevarno izsiljeval. Posameznika je zanimalo, kako lahko doseže, da se 
videoposnetek odstrani s spleta, in kakšne pravne možnosti ima zoper storilca. 
Informacijski pooblaščenec je odgovoril, da je za javno objavo zasebnih posnetkov, ki 
vsebujejo osebne podatke drugih posameznikov, treba imeti pravno podlago v zakonu ali 
pa imeti osebno privolitev posameznikov. Pooblaščenec je posamezniku predlagal, da se 
za umik posnetka najprej dogovori neposredno z avtorjem posnetka. Če to ni mogoče, se 
lahko izpolni YouTube oziroma Facebook postopek za umik posnetka. Še en postopek dlje 
pa je lahko tudi tožba oziroma zahtevek za izdajo začasne odredbe zoper avtorja po 
34. členu ZVOP-1. Ta člen daje sodno varstvo pravic posamezniku. Avtorja videoposnetka 
pa lahko ovadijo suma storitve kaznivega dejanja zlorabe osebnih podatkov (143. člen 
KZ-1) ali prek Pooblaščenca suma storitve prekrška obdelave osebnih podatkov brez 
podlage v zakonu ali privolitve posameznika (prva točka prvega odstavka 91. člena 
ZVOP-1). Pooblaščenec tudi v tem mnenju poudari pomembnost 7. člena, domače 
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uporabe posnetkov, in 8. člena ZVOP-1, podlaga v zakonu ali osebna privolitev 
posameznikov.  
Mnenje Informacijskega pooblaščenca (Informacijski pooblaščenec, 2014b), številka 
0712/1/2014/2530  
4.2.3 Objava videoposnetka na Facebooku 
Posameznik navaja, da je gostinski lokal na spletnem omrežju Facebook objavil 
videoposnetek notranjega prostora lokala. V tem času so bili prisotni gostje, med njimi 
tudi posameznik, ki omenja situacijo. Nikjer ni bilo zaslediti obvestila o snemanju in tudi 
nihče jih ni na to opozoril. Posameznika zanima, ali je tako ravnanje dopustno oziroma 
kakšne omejitve bi se moralo upoštevati. Informacijski pooblaščenec je odgovoril, da je 
tudi gostinski lokal dolžan upoštevati ZVOP-1. Glede na to, da je lokal upravljavec osebnih 
podatkov zasebnega sektorja, bi moral v skladu s prvim odstavkom 10. člena ZVOP-1 
pridobiti osebno privolitev vsakega gosta. Če pa bi bili posamezniki na posnetku zabrisani 
oziroma neprepoznavni, praviloma ne gre za kršitev po ZVOP-1. Pooblaščenec poudarja, 
da ker ne pozna natančne vsebine videoposnetka, situacijo težko opredeli.  
Mnenje Informacijskega pooblaščenca (Informacijski pooblaščenec, 2016), številka 0712-
1/2016/1041  
4.2.4 Povzetek 
Informacijski pooblaščenec je v vseh mnenjih poudaril, da je za javno objavo posnetkov 
treba pridobiti soglasja vseh oseb, ki so razvidne na posnetku. Objava ni sporna, če se prej 
zakrije podatke, kot so obraz, registrske številke, glas ali katerikoli drugi podatek, ki bi ga 
lahko povezali z določeno osebo. Brez privolitve posameznikov gre za kršitev, razen če gre 
za obdelavo podatkov za osebno rabo, saj se v tem primeru zakon ne uporablja. Javna 
objava posnetka brez dovoljenja posameznika lahko pripelje tudi do tožbe oziroma 
odredbe zoper avtorja. 
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5 ŠTUDIJA ZAKONA O PREKRŠKIH GLEDE KRŠITVE O 
VIDEONADZORU 
Zakon o prekrških se je začel uporabljati leta 2005. Doživel pa je že kar nekaj sprememb in 
dopolnitev. Čas idr. (2018, str. 5) poudarjajo, da sta različnost in dinamika normativnih 
sprememb pripeljali do tega, da je prekrškovno pravo dokončno vzpostavljeno kot 
samostojna panoga. Pravna teorija in sodna praksa sta vse to skupaj še bolj podprli. Prišlo 
je tudi do nekaj odločb za razveljavitev določenih členov, saj nekateri izmed njih niso bili 
skladni z Ustavo Republike Slovenije. Ustava prekrškov sicer ne omenja v nobenem členu 
in jih ne opredeljuje niti kot kategorije kaznivih dejanj niti kot upravnokazenske kršitve. 
Države lahko v svojem pravu samostojno razmejijo med kaznivimi dejanji in prekrški, 
vendar ne tako, da bi izigrale EKČP (Čas idr., 2018, str. 32). 
Zakon o prekrških ureja področje prava o prekrških celovito. Prvi del zakona je 
pomemben, ker ta zakon opredeljuje kot sistemski zakon. Zakon določa splošne pogoje za 
predpisovanje prekrškov in sankcij, splošne pogoje za odgovornost za prekrške, izrekanje 
in izvrševanje sankcij za prekrške, postopek za prekrške ter organe in sodišča, ki odločajo 
o prekrških. Predpisi, s katerimi se določajo prekrški, pa se lahko uporabljajo le v skladu z 
Zakonom o prekrških (prvi in drugi odstavek 1. člena ZP-1). 
5.1 TEMELJNA NAČELA ZAKONA O PREKRŠKIH 
O temeljnih načelih se Zakon o prekrških glede posameznih institutov sklicuje na Kazenski 
zakonik, Zakon o splošnem upravnem postopku in Zakon o kazenskem postopku (ZKP, 
Uradni list RS, št. 32/12 – uradno prečiščeno besedilo, 47/13, 87/14, 8/16 – odl. US, 64/16 
– odl. US, 65/16 – odl. US, 66/17 – ORZKP153, 154 in 1/19 – skl. US). Zakon posebej 
določa načelo materialne resnice in načelo pouka prava neuki stranki, pomembni pa sta 
tudi načelo kontradiktornosti in načelo pravice do izjave (Čas & Orel, 2007, str. 4). 
5.1.1 Načelo zakonitosti 
Prekrške je dovoljeno sankcionirati oziroma kaznovati v mejah načela zakonitosti URS v 
29. členu. Vsakomur, ki je obdolžen kaznivega dejanja, mora biti zagotovljeno, da ima 
dovolj časa in možnosti, da se pripravi za svojo obrambo. Soditi se mu mora v njegovi 
navzočnosti, brani pa se lahko sam ali z zagovornikom. Zagotoviti se mu mora izvajanje 
dokazov v njegovo korist. Definicija prekrška je dejanje, ki pomeni kršitev zakona, uredbe 
vlade, odloka samoupravne, lokalne skupnosti, ki je kot tako določeno kot prekršek in je 
zanj predpisana sankcija (6. člen ZP-1). Prekrški se lahko določijo z zakonom, uredbo Vlade 
Republike Slovenije in z odlokom samoupravne lokalne skupnosti (prvi odstavek 3. člena 
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ZP-1). Sankcija za prekršek ne sme biti izrečena, če dejanje ni bilo z zakonom, uredbo ali 
odlokom lokalne skupnosti določeno kot prekršek, preden je bilo storjeno, in če za tako 
dejanje ni bila predpisana sankcija. Če pa se po storitvi prekrška spremenijo 
materialnopravne odločbe ali predpisi, se za storilca uporabi milejši oziroma ugodnejši 
predpis ali zakon (2. člen ZP-1). 
5.1.2 Načelo pravne varnosti 
To načelo varuje ljudi pred samovoljnimi in nezakonitimi posegi državnih organov v pravni 
položaj posameznika. Zakonodaja mora biti napisana tako, da so pravila ravnanja 
določena jasno, nedvoumno ter z natančno določitvijo prepovedanih in zapovedanih 
ravnanj. Prepovedana dejanja je treba objavljati javno, da se tisti, ki jim je določeno 
pravilo namenjeno, pravočasno pripravijo na to, kaj se mora in kaj se ne sme storiti. Ker 
pa je zakonodaje in samih predpisov veliko, je smiselno, da se prekrški predpisujejo s čim 
bolj abstraktnimi pravnimi akti. Načelo izključuje tudi retroaktivnost veljavnosti predpisa 
(Čas & Orel, 2007, str. 5). 
5.1.3 Načelo obravnavanja prekrškov kot del kaznovalnega prava 
Že pred desetimi leti je bila ob načrtovanju Kazenskega zakonika zasnovana ideja, da 
slovensko kazensko pravo deluje kot dihotomija dveh vrst deliktov. To so kazniva dejanja 
in prekrški. Človeško življenje, kot najpomembnejša dobrina, je v vsaki pravno urejeni 
družbi najvišje varovana dobrina z najstrožjimi sankcijami. Človeško življenje je 
nedotakljivo, zato v Sloveniji ni smrtne kazni (17. člen URS). 
Z notranjo opredelitvijo sankcije se razvrsti pomen varovanja posamezne dobrine še z 
višino kazenske sankcije. Razlikovanje med kaznijo in kaznivim dejanjem mora biti zelo 
natančno, da istega dejanja ne predpišeta prekršek in kaznivo dejanje hkrati. Prekršek ima 
določene pravne posledice, ki so praviloma milejše kot pa pravne posledice kaznivega 
dejanja. Tudi v postopku zaradi prekrškov se morajo upoštevati ustavnopravni standardi 
in standardi EKČP. Pod najpomembnejše med drugim spadajo načelo nedolžnosti, načelo 
zakonitosti, načelo pravice do izjave, načelo sodnega varstva in druge (Čas & Orel, 2007, 
str. 5). 
5.1.4 Načelo legitimnosti oziroma omejenosti represije 
Temeljni cilj prekrškovne pravne panoge je pravičnost. Pravičnost tvorita legalnost zakona 
in njegova legitimnost. Legitimnost temelji na vrednostnih merilih ali načelih za presojo 
dejanskega stanja in moralno-etične upravičenosti poseganja v pravice posameznika. 
Načelo omejenosti represije oziroma legitimnosti pomeni, da se dovoljuje uporabo 
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prisilnih sredstev, vendar le kot skrajni ukrep in v obsegu, ki je nujno potreben za 
zagotavljanje varstva človekovih pravic in družbenih vrednot (Čas & Orel, 2007, str. 5). 
5.1.5 Načelo pravice do izjave 
Storilcu se mora dati možnost, da se pred odločitvijo izreče o dejstvih in okoliščinah, ki so 
pomembne za odločitev o prekršku. Zahteva se tudi, da se storilca seznani, česa je 
obdolžen v jeziku, ki ga razume. Tako se mu omogoči, da se izjavi o okoliščinah prekrška v 
svojo korist (Čas & Orel, 2007, str. 6). Če pravilno povabljeni obdolženec ne pride k 
zaslišanju in svojega izostanka ne opraviči ter se spozna, da zaslišanje za pravilno 
odločitev ni potrebno, lahko sodišče izreče sodbo tudi brez zaslišanja (drugi odstavek 
69. člena ZP-1). 
V hitrem postopku ima prekrškovni organ pred izdajo odločbe dve možnosti. Ustno 
obvesti in pouči kršitelja o prekršku, ga pisno obvesti in pouči o njegovih pravicah ter 
posledicah, če v postopku o prekršku ne bo sodeloval. Ustava Republike Slovenije pa že v 
svojem 29. členu navaja, da se mora vsakomur, ki je obdolžen kaznivega dejanja, 
zagotoviti primeren čas in možnost za pripravo obrambe.  
V rednem sodnem postopku načelo pravice do izjave zagotavlja sodišče. Storilcu mora 
omogočiti, da se seznani z obdolžilnim predlogom in vsemi obremenilnimi dokazi. 
Obdolženca se praviloma zasliši ustno. Sodnik lahko od obdolženca zahteva, da poda svoj 
zagovor pisno, če spozna, da ga glede na pomen prekrška in podatke, ki so navedeni v 
predlogu, ni treba neposredno zaslišati. Obdolženec pa lahko odkloni pisni zagovor in 
zahteva ustno zaslišanje (šesti odstavek 114. člena ZP-1). Sodišče mora obdolženca po 
odklonitvi zaslišati ustno. 
5.1.6 Načelo materialne resnice 
Bistvo načela je pravno pravilna in zakonita odločitev o obstoju ali neobstoju prekrška. 
Sodišče mora ugotoviti resnična dejstva, ki obdolženca obremenjujejo ali so mu v korist in 
so pomembna za izdajo zakonite sodbe o prekršku, razen v primeru obdolženčevega 
priznanja. Sodišče pa mora prav tako poskrbeti, da nevednost in nepoučenost obdolženca 
in drugih udeležencev nista v škodo pravicam, ki jim v postopku pripadajo (68. člen ZP-1). 
Priznanje obdolženca pomeni odmik od načela materialne resnice. Jasno in popolno 
priznanje predstavlja celotno odgovornost za storjeni prekršek. Priznanje obdolženca pa 
mora biti izraz njegove svobodne volje. Sodišče mora biti prepričano, da je bil obdolženec 
poučen, da se ni dolžan zagovarjati in ne odgovarjati na vprašanja ali izpovedati zoper 
sebe in svoje najbližje, kar je zapisano tudi v 55. in 114. členu Zakona o prekrških (Čas & 
Orel, 2007, str. 6). 
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Načelo kontradiktornosti izvira iz načela obojestranskega zaslišanja. Pravica kršitelja je, da 
v postopku o prekršku navaja dejstva, predlaga dokaze, se izjavi in sodeluje pri izvajanju 
dokazov. Katere dokaze se bo izvedlo, je stvar organa. Ni dolžan izvesti vseh, ampak le 
tiste, za katere meni, da so pomembni pri končni presoji. Vsako svojo odločitev pa je 
organ dolžan obrazložiti in pojasniti. Uresničevanje tega načela omogoča načelo proste 
presoje dokazov. Vsak dokaz in dokaze kot celoto mora organ dobro pretehtati.  
Načelo pouka prava neuki stranki poudarja, da nevednost ali nepoučenost storilca in 
drugih udeležencev v postopku nikoli ne sme biti v škodo pravicam, ki jim v postopku 
pripadajo. Organ je storilcu dolžan omogočiti izpeljavo načela varstva pravic strank v 
postopku o prekršku. Seznaniti ga mora z vsebino nanj naslovljenega prekrška, ga 
seznaniti, da ima pravico do uporabe svojega jezika oziroma jezika, ki ga razume, in 
pravico do zagovornika. Ima tudi pravico do vložitve pravnih sredstev in druge pravice 
(Čas & Orel, 2007, str. 7). 
5.1.7 Načelo subjektivne odgovornosti 
Načelo zagotavlja, da se za prekršek sankcionira le storilec. Subjekti prekrškov so namreč 
lahko tudi pravne osebe, samostojni podjetniki posamezniki in posamezniki, ki 
samostojno opravljajo dejavnost (13. člen ZP-1). Odgovornosti za prekršek pa ne morejo 
prevzeti Republika Slovenija in samoupravne lokalne skupnosti. Zakon pa lahko določi, da 
za prekršek odgovarjajo odgovorne osebe v državnem organu ali samoupravni lokalni 
skupnosti (13. a člen ZP-1). 
5.1.8 Načelo sodnega varstva 
Zoper odločbo o prekršku se lahko vloži zahteva za sodno varstvo. Zahtevo lahko vloži 
oseba, ki ji je bila sankcija izrečena. Lahko pa tudi njen zakoniti zastopnik oziroma 
zagovornik ter lastnik odvzetih predmetov. Pogoj za uveljavljanje sodnega varstva je 
pravočasna napoved vložitve v skladu z 59. a členom. Zahteva za sodno varstvo zadrži 
izvršitev odločbe o prekršku (59. člen ZP-1). Razlogi za vložitev zahteve za sodno varstvo 
so lahko kršenje materialne določbe tega zakona ali predpisa, če storilcu ni bila dana 
možnost, da se izjavi o prekršku, kršenje načel zakona, kršenje temeljnih človekovih pravic 
in drugi vzroki, ki so obrazloženi v 62. členu ZP-1. Tak primer lahko nastane pri obrazložitvi 
določene odločbe. Organ, ki je odločbo sprejel, je dolžan konkretno opredeliti razloge za 
sprejetje svoje odločitve ter konkretno in jasno obrazložiti odločbo. Če odločba ni 
konkretno obrazložena in ni navedenih konkretnih dokazov, ki so bili pri odločitvi 
pomembni, sodno varstvo ni zagotovljeno. 
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5.2 ANALIZA POSAMEZNIH ČLENOV ZP-1 (O VIDEONADZORU) 
Zakon o prekrških avto kamer oziroma videonadzora specifično ne obravnava. Prvi del 
zakona obsega materialnopravne odločbe o prekrških, primerjati pa ga je mogoče s 
splošnim delom Kazenskega zakonika. Slaba stran tega je, da se s tem omejuje oziroma se 
odreka možnost, da bi se posamezna vprašanja glede prekrškov urejala podrobneje. 
Določbe KZ-1 niso pisane za prekrške, zato je treba napotitve na druge zakone uporabiti 
smiselno in vsebinsko prilagoditi prekrškom (Čas idr., 2018, str. 68). 
Smiselno se uporablja tudi Zakon o splošnem upravnem postopku. Prvi odstavek 58. člena 
ZP-1 poudarja, da se v hitrem postopku glede pristojnosti, zastopanja, jezika, vlog, vabil, 
zapisnikov, odločb in drugih pomembnih zadev smiselno uporablja določila Zakona o 
splošnem upravnem postopku. 
5.2.1 Uporaba Kazenskega zakonika 
Zakon o prekrških v 8. členu napoti na uporabo Kazenskega zakonika. Če v zakonu ni 
določeno drugače, se smiselno uporabljajo določbe Kazenskega zakonika glede silobrana, 
skrajne sile, prisiljenosti, neprištevnosti, naklepa, malomarnosti in drugih. Beseda 
smiselno pa pogosto povzroča težave. Nekateri deli določbe 8. člena ZP-1 bi lahko 
potencialno navezovali tudi splošno uporabo avto kamer. 
Silobran je opredeljen v 22. členu KZ-1. Smiselna uporaba te določbe na področju 
prekrškov pomeni, da dejanje, storjeno v silobranu, ni prekršek. Tu se namreč križata 
napad in obramba. Za silobran se šteje obramba, ki je nujno potrebna, da storilec odvrne 
od sebe istočasen protipravni napad. Če pa je storilec prekoračil meje silobrana, se sme 
kaznovati mileje ali pa v primeru prestrašenosti in razdraženosti, povzročene z napadom, 
tudi odpustiti (22. člen KZ-1). Silobran se v prekrškovni praksi sicer ne pojavlja pogosto. 
Pogosto se zgodi, da v primeru prometne nesreče postanejo udeleženci zelo prestrašeni, 
nekateri celo razdražljivi, ker jim je bila uničena lastnina in ogroženo življenje. Silobran 
sicer ne zadeva videonadzora, vendar bi snemanje takega dogodka lahko pomagalo pri 
dokazovanju nedolžnosti.  
Skrajna sila (32. člen KZ-1) je zasnovana kot reakcija na nevarnost. Prepovedano dejanje 
se zgodi pri odvračanju nevarnosti. Storilec se odloči, da bo storil prekršek, vendar je ta 
nastal pod pritiskom. To sicer ne izključuje odgovornosti za prekršek, omogoča pa omilitev 
sankcije. Z avtomobilom te nekdo izsili in si prisiljen zapeljati v jarek ali drug objekt. 
Ponovno bi tu lahko posnetek z avto kamere dokazal nedolžnost, ujel storilca ali pa 
povrnil vsaj del nastalih stroškov pri zavarovalnici. Čas idr. (2018, str. 72) so podali tudi 
primer parkiranja na zelenici pred zdravstvenim domom. V tem primeru naj ne bi bilo 
parkirnega mesta, oseba pa je potrebovala nujno zdravstveno pomoč, zato je parkirala na 
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zelenici. Ravnanje te osebe je treba presojati po opravičljivi skrajni sili. Je pa tako dejanje 
težko dokazati. 
Naklep (25. člen KZ-1) je opredeljen kot zavedno dejanje storilca. Stori ga z vednostjo, da 
je to prekršek, in ga stori samovoljno. Kot že omenjeno, je v svetu in tudi pri nas 
popularno namerno povzročanje nesreč. Vse več zavarovalnic ima namreč težave z 
goljufijami. Košir (2017) izpostavlja, da imajo zavarovalnice največ težav z avtomobili. 
Stranka vozilo proda družbi, ki se ilegalno s takimi zadevami ukvarja, avtomobil pa nato 
prijavi kot ukraden. Obstajajo pa tudi osebe, ki jim prepustiš svoje vozilo, ti pa z njim 
povzročijo oziroma izsilijo nesrečo z namenom prikaza krivde drugih. Iščejo namreč 
trenutek neprevidnosti in napake drugih v prometu. Avto pa po možnosti pred tem 
dogodkom še dobro zavarujejo. 
Mnoge izmed teh dogodkov bi se dalo razkriti z videoposnetki, tako kamer kot tudi avto 
kamer. Posnetki pa pri nas nimajo tako visoke dokazne moči, saj sovpadajo z Zakonom o 
varstvu osebnih podatkov (ZVOP-1). Tudi v Kazenskem zakoniku je zelo pomemben prvi 
odstavek 143. člena, ki opredeljuje zlorabo osebnih podatkov. Kdor brez podlage v zakonu 
ali v osebni privolitvi posameznika posnetke posreduje v javnost, se kaznuje z denarno ali 
zaporno kaznijo. 
5.2.2 Subsidiarna uporaba ZUP 
Upravni postopek podrobneje opredeljuje Zakon o splošnem upravnem postopku. Ta 
zakon morajo uporabljati upravni in drugi državni organi, organi lokalnih skupnosti in 
nosilci javnih pooblastil, kadar v upravnih zadevah neposredno uporabljajo predpise, 
odločajo o pravicah, obveznostih ali pravnih koristih posameznikov, pravnih oseb in 
drugih strank (prvi odstavek 1. člena ZUP). Izhaja iz osnovne ideje po varovanju pravic 
državljanov pred pravno voljo, posegel pa je v aktivno in socialno državo, državo javnih 
služb, ki nudi dobrine kot tudi storitve, ki so v javnem interesu. Varovati se morajo 
pridobljene pravice, hkrati pa dovoljevati spremembe in jih vključevati glede na razvoj 
družbe v okviru temeljnih načel zakonitosti (Pečarič, 2018, str. 1). 
Jerovšek in Kovač (2016, str. 1–4) poudarjata, da upravni postopek pomeni spoštovanje 
temeljnih načel in varstvo človekovih pravic v upravnih razmerjih. Upravni postopek je 
treba razumeti interdisciplinarno, saj je lahko pomen drugačen glede na kontekst 
obravnave. Poudarjata, da gre pri pravu za upoštevanje predpisov v upravnih razmerjih, 
politološko gledano, je to postopek izvrševanja javnih politik, ekonomsko to lahko pomeni 
spodbujanje ali zaviranje podjetništva in gospodarstva, organizacijsko gre za delovne 
procese v organizacijah javne uprave, informativno pa oblikovanje in uresničevanje 
e-uprave za odprtost strankam. Nadaljujeta, da je zavedanje te raznolikosti zelo 
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pomembno, saj lahko monodisciplinarna evalvacija pripelje do škodljivih posledic za 
družbo.  
Subsidiarnost zakona je opredeljena v 3. členu ZUP. O subsidiarnosti govorimo, kadar se 
ZUP v upravnih zadevah uporablja v celoti, razen če področni zakoni posameznega 
vprašanja ne opredeljujejo drugače. Pravila ZUP se morajo v vseh tistih vprašanjih 
uporabljati neposredno, dosledno in v celoti (Jerovšek & Kovač, 2016, str. 24). Zakon o 
prekrških v hitrem prekrškovnem postopku napoti na uporabo ZUP, in sicer v prvem 
odstavku 49. člena ZP-1 glede določitve pristojnosti prekrškovnih organov in sporov o 
pristojnosti, v četrtem odstavku 57. člena ZP-1 pa glede vročitve plačilnega naloga 
kršitelju, ki mu plačilnega naloga ni mogoče izdati oziroma vročiti na kraju prekrška.  
Poleg sodišča je tudi prekrškovni organ tisti, ki odloča o prekrških. To so upravni in drugi 
državni organi in nosilci javnih pooblastil. Izvajajo nadzor nad izvrševanjem zakonov in 
uredb, s katerimi so določeni prekrški. Tudi organi samoupravnih lokalnih skupnosti, ki pa 
so s posebnimi predpisi pooblaščeni za odločanje o prekrških (prvi in drugi odstavek 
45. člena ZP-1). 
Vročanje je ključno za nastanek pravnih učinkov. Je opravilo, prek katerega organ izdaja 
dopise, pozive, vabila in druge dokumente ali pa pisanje oziroma obveščanje strank v 
postopku. Jerovšek in Kovač (2016, str. 131) menita, da vročanje sestavljata dve dejanji. 
Prvo je vročitev, drugo pa potrditev tega dejanja s sestavo posebne vročilnice. Vročitev 
predstavlja procesno predpostavko za nastop izvršljivosti. Odločba postane izvršljiva, ko 
se vroči stranki, če pritožba ni dovoljena ali ob preteku roka za pritožbo, pritožba pa ni 
bila vložena; ko se vroči stranki, pritožba ne zadrži izvršitve; ko se pravici do pritožbe 
dopovejo vse stranke, ali pa, ko se stranki vroči odločba ali sklep, izdan na drugi stopnji, s 
tem pa se pritožba zavrne oziroma zavrže (drugi odstavek 224. člena ZUP). Tretji odstavek 
224. a člena ZUP navaja, da v enostavnih upravnih zadevah, ko se stranka odpove pritožbi 
pred vročitvijo, postane odločba dokončna z vročitvijo. Vročanje delimo na tri dele, kar pa 
poudarjata tudi Jerovšek in Kovač (2016, str. 132–133), in sicer glede na kraj, čas in način 
vročanja. Po času in kraju se vroča ob delavnikih med 6. in 20. uro. Način vročanja je 
navadno in osebno ter posebni primeri. Vroči se lahko po elektronski poti prek 
informacijskega sistema, po pošti ali drugem vročevalcu, izjemoma s povabilom 
naslovnika, da dokument prevzame pri organu. 
5.2.3 Smiselna uporaba ZUP 
Zakon o splošnem upravnem postopku se v Zakonu o prekrških smiselno uporablja v 
hitrem postopku, in sicer glede jezika v postopku, vlog, vabil, zapisnikov, odločb in drugih 
zadev, če v ZP-1 ali v katerem drugem zakonu ni določeno drugače (prvi odstavek 
58. člena ZP-1). Termin smiselna uporaba predstavlja uporabo določb ZUP, če je mogoče. 
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ZUP bi se v prekrškovnih postopkih uporabljal, tudi če ZP-1 ne bi vseboval predmetne 
določbe prvega odstavka 58. člena. ZUP se smiselno uporablja samo v postopkovnih 
vprašanjih. Ne uporablja se na primer pri prenehanju veljavnosti vozniškega dovoljenja. 
ZUP ne velja, kadar gre za vročanje v tuje države. Raba določb ZUP je smiselna predvsem v 
postopkih prekrškovnega organa, za odkrivanje prekrška, izrekanje sankcij in ko se 
prekršek konča pred prekrškovnim organom (Čas idr., 2018, str. 372–375). 
Zakon o splošnem upravnem postopku pozna devet temeljnih načel. Predstavljajo 
minimalne procesne standarde, ki se morajo zagotoviti vsaki stranki v postopku. Med 
načeli pa je treba ločiti med temeljnimi in drugimi načeli. Temeljna načela se nanašajo na 
sistem kot celoto. Načela so pretežno izpeljana iz mednarodnih in ustavnopravnih načel. 
Temeljna načela so pretežno zveze za organe, hkrati pa so upravičenja za stranke. Kar 
osem od devetih načel se namreč nanaša na dolžnosti organov ali pravice strank. Le eno 
pa zavezuje stranko, to je dolžnost govoriti resnico in poštena uporaba pravic. Kršitev teh 
načel je poseg v zakonitost in ustavnost pravnega razmerja. Načela se med seboj 
povezujejo in dopolnjujejo (Jerovšek & Kovač, 2016, str. 27–32). 
5.2.3.1 Načelo zakonitosti 
Načelo zakonitosti, prvi odstavek 6. člena ZUP, opredeljuje, da morajo organi o upravnih 
zadevah odločati po zakonu in podzakonskih predpisih, izdanih za izvrševanje javnih 
pooblastil. Organ mora pri odločanju o določenih upravnih zadevah upoštevati predpise 
EU, zakone, podzakonske predpise, predpise lokalne samouprave in splošne akte ter 
hkrati upoštevati hierarhijo predpisov. Pomembno je tudi, da se ne dovoljuje retroaktivne 
uporabe zakonov, podzakonskih predpisov in splošnih aktov (Jerovšek & Kovač, 2016, str. 
32–37). To narekuje že 155. člen Ustave Republike Slovenije, ki določa, da zakon, predpisi 
in splošni akti ne morejo imeti učinka za nazaj. Izjema je, kadar zakon izrecno določi, da 
imajo njegove posamezne odločbe učinek za nazaj, če to zahteva javna korist in če se s 
tem ne posega v pridobljene pravice. 
Drugi odstavek 6. člena ZUP opredeljuje, da kadar v upravnih zadevah organ po zakonu ali 
predpisu odloča po prostem preudarku, mora biti odločba izdana v mejah pooblastil in 
skladna z namenom. Prosti preudarek je lahko podeljen samo z zakonom. To nakazujejo 
izrazi: »organ lahko«, »organ sme«, »organ je pooblaščen«. To pa daje organu možnost, 
da izbere med več pravno mogočimi odločitvami, ki najbolj ustrezajo oziroma so najbolj 
smotrne. Izbira odločitve mora biti obrazložena (Jerovšek & Kovač, 2016, str. 38–39). 
5.2.3.2 Varstvo pravic strank in varstvo javnih koristi  
To načelo je v 7. členu ZUP razdeljeno na štiri dele. Naloga organa je, da so ti deli 
uravnoteženi. Strankam se mora omogočiti uveljavljanje njihovih pravic, pri tem pa 
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morajo skrbeti, da stranke ne uveljavljajo svojih pravic v škodo pravic drugih in niso v 
nasprotju z javno koristjo, določeno z zakonom ali drugim predpisom. Uradna oseba mora 
opozoriti stranko, kadar meni, da ima stranka v postopku podlago za uveljavljanje kakšne 
pravice. Pri odločanju o pravicah in obveznostih strank se proti njim uporabljajo tisti 
predpisi, ki so zanje ugodnejši, če se z njimi doseže namen predpisa. Nevednost in 
neukost stranke ne smeta biti vzrok za kršenje pravic strank, ki jim gredo po zakonu. 
Načelo varstva javne koristi opredeljuje razmerje med posameznikom in družbo oziroma 
državo. Pravno zavarovane dobrine, ki pomenijo javno korist, so na primer javni red, javna 
varnost, javna morala, neposredna nevarnost za življenje, zdravje in premoženje ljudi in 
druge. Javna korist je korist širše skupine, opredeljena je v predpisih ali pa iz njih izhajajoč, 
da gre za korist, ki je nad koristjo posameznika. Zakon o splošnem upravnem postopku 
izraza javni interes in javna korist uporablja kot sinonima. Nekateri teoretiki sicer pojmu 
korist priznavajo večjo stopnjo »iztožljivosti« (Jerovšek & Kovač, 2016, str. 46–48). 
5.2.3.3 Načelo materialne resnice 
Načelo materialne resnice je opredeljeno v 8. členu ZUP. V postopku je treba ugotoviti 
resnično dejansko stanje. Ugotoviti je treba vsa dejstva, ki so pomembna, da je odločba 
pravilna in zakonita. Na podlagi izkazanih dejstev lahko organ odloča samo, če tako določa 
zakon.  
Načelo materialne resnice zavezuje organ, da ta išče dejansko resnično stanje, na 
katerega bo uporabil materialni predpis. Določeni so dejstva in okoliščine, ki morajo biti 
predloženi, da stranka lahko uveljavlja svojo pravico. Organ mora ves čas postopka 
ugotavljati dejansko stanje, izvajati dokaze in odrediti izvedbo vsakega dokaza, za 
katerega meni, da je pomemben za razjasnitev. Stranka je dolžna dejansko stanje navesti 
točno, podrobno, natančno, po pravici in določno. Če se o določenih podatkih vodi 
evidenca, jih je organ dolžan pridobiti sam. Splošno znanih dejstev in pravnih fikcij ni 
treba dokazovati. Stanje oziroma pravilnost in popolnost stvari mora organ ugotoviti z 
najvišjo stopnjo prepričanja, to je z gotovostjo. Dovoljuje se tudi odstopanje pri iskanju 
čiste materialne resnice. Organ se lahko odloči na podlagi verjetno izkazanih dejstev, to 
pa se dovoljuje v primeru, ko bi se postopek lahko zavlekel in bi s tem nastale 
nepopravljive posledice. Verjetnost je najnižja stopnja prepričanja (Jerovšek & Kovač, 
2016, str. 57–59). 
5.2.3.4 Načelo zaslišanja stranke  
Načelo zaslišanja stranke ali pravica biti slišan oziroma izjaviti je opredeljena v 9. členu 
ZUP. Preden se izda odločba, je stranki treba dati možnost, da se izjavi o dejstvih in 
okoliščinah, ki so pomembne za odločbo. Tudi v primeru strank z nasprotujočimi si 
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interesi mora vsaka imeti možnost, da se izjavi. Organ svoje odločbe ne sme opreti na 
dejstva, če ni bila vsem strankam dana možnost, da se o dejstvih in okoliščinah izjavijo, 
razen v primerih, določenih z zakonom. Če z zakonom ni določeno drugače, se stranke 
lahko izjavijo tudi pisno ali ustno na zapisnik zunaj obravnave, ustno pa na obravnavi.  
Načelo ali pravica biti slišan je mednarodno in ustavno poudarjena kot izraz demokratične 
oblasti. Svoj temelj ima tudi v 1. členu Ustave Republike Slovenije, da je Slovenija 
demokratična republika. Kršitev tega načela je zato absolutni pritožbeni razlog in 
nespoštovanje dobre uprave. Jerovšek in Kovač (2016) posebej poudarita, da načelo 
zaslišanja stranke daje stranki tri temeljne pravice: pravico, da se stranka udeležuje 
ugotovitvenega postopka, da se stranka izjavi o dejstvih in okoliščinah tudi v svojem 
jeziku, in pa pravico, da izpodbija ugotovitve in navedbe organa, drugih udeležencev 
postopka s pravnimi sredstvi in pred sodiščem. Le kadar so v postopku navzoče vse 
stranke, se lahko izvede kontradiktornost obravnave. Organ mora stranko pozvati na 
zaslišanje, nepravilno vabljenje pa pomeni kršitev tega načela (Jerovšek & Kovač, 2016, 
str. 52–56). 
5.2.3.5 Prosta presoja dokazov 
O tem, katera dejstva šteti kot dokazna, presodi uradna oseba, ki je pooblaščena za 
vodenje oziroma odločanje v postopku. Odloči se po svojem lastnem prepričanju, na 
podlagi vestne in skrbne presoje vsakega dokaza posebej, vseh dokazov kot celoto in na 
podlagi uspeha celotnega postopka. Načelo proste presoje dokazov je opredeljeno v 
10. členu ZUP. 
Prosta presoja dokazov je postopen proces. Vsi dokazi se najprej zberejo, se vrednotijo in 
selekcionirajo glede na dokazno moč. Dokazi, ki si nasprotujejo, se med seboj vedno 
primerjajo. Kateri ima večjo dokazno moč, pa je stvar subjektivne, lastne presoje organa. 
Presoja dokazov nikoli ne sme biti samovoljna in tudi ne formalistična s sklicevanjem na 
določene dokaze, brez navajanja vsebinskih okoliščin. Po zakonu imajo različni dokazi 
praviloma enako dokazno moč. Šele v konkretni upravni stvari lahko določen dokaz dobi 
večjo moč. V obrazložitvi odločbe pa je treba navesti razloge, ki so ga pri presoji vodili in 
so odločilni za presojo posameznih dokazov. Kot dokaz se lahko uporabi vse, kar je 
primerno za ugotavljanje stanja in ustreza primeru. Najpogostejše so listine, priče, izjave 
strank, izvedenci in ogled (Jerovšek & Kovač, 2016, str. 60–61). 
5.2.3.6 Dolžnost govoriti resnico in poštena uporaba pravic 
Stranke morajo pred organom govoriti resnico in pošteno uporabljati pravice, ki so jim z 
zakoni dane (11. člen ZUP). Jerovšek in Kovač (2016) poudarjata, da dolžnost govoriti 
resnico velja tudi za zakonite zastopnike, pooblaščence, začasne zastopnike, predstavnike 
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strank in tudi stranske udeležence. Razlikujeta tudi dve obliki sankcij. Prva je kot posledica 
kršitve načela, druga zaradi kršitve načela ekonomičnosti postopka. Za zlorabo pravice se 
šteje zavestno zamolčanje dejstev, ki bi lahko vplivala na končno odločitev. Stroge 
sankcije za pričo nastanejo, če bi se ugotovilo, da so bile izjave lažne. V primeru namerne 
zlorabe pravic in zavajanja uradne osebe ter nasprotnih strank pa pride do najhujšega 
upravnega ukrepa zoper dokončno ali pravnomočno odločbo – ničnost odločbe. Stranka 
lahko vse svoje pravice izkoristi le na način, da s tem ne preprečuje ali omejuje pravic 
drugim (Jerovšek & Kovač, 2016, str. 62). 185. člen ZUP v prvem odstavku opozarja na to, 
da je treba pričo najprej opozoriti, da mora govoriti resnico in ničesar ne sme zamolčati. 
Opozoriti je treba tudi na posledice krive izpovedi. V šestem odstavku tega člena pa je 
zapisano, da je stranko treba vprašati, od kje izhajajo informacije oziroma podatki, o 
katerih priča. To lahko pripomore tudi k lažji presoji resničnosti podatkov. 
5.2.3.7 Samostojnost pri odločanju 
Načelo opredeljuje prvi odstavek 12. člena ZUP, ki navaja, da organ vodi upravni postopek 
in odloča v upravnih zadevah samostojno. Organ kot upravna oseba deluje v okviru 
zakonov, podzakonskih predpisov, predpisov lokalnih skupnosti in splošnih aktov, izdanih 
za izvrševanje javnih pooblastil. Drugi odstavek 12. člena ZUP pa navaja, da samostojno 
ugotavlja dejstva in okoliščine ter na podlagi teh uporablja predpise oziroma splošne akte, 
izdane za izvrševanje javnih pooblastil. Ta člen ima temelj v Ustavi Republike Slovenije, in 
sicer v 120. členu, ki navaja, da upravni organi opravljajo svoje delo samostojno, v okviru 
in na podlagi ustave in zakonov. 
Jerovšek in Kovač (2016, str. 43–45) opisujeta, da organi potrebujejo samostojnost 
oziroma neodvisnost, da se lahko ugotovi resnično stanje in zagotavlja zakonitosti. Organ 
je v konkretnih zadevah vezan na hierarhijo zakonov. Nadaljujeta, da hierarhično višji 
organ ali uradna oseba ne more dajati navodil ali usmeritev hierarhično nižjemu organu in 
obratno. Menita, da je ta samostojnost uradnega organa predpogoj učinkovitega in 
pravno utemeljenega delovanja. Odločanje uradne osebe mora biti nepristransko, 
nearbitrarno, objektivno in pravično. Uradni osebi ni dovoljeno dajati navodil, kako naj 
postopek vodi, katere dokaze naj izvede in kako naj o zadevi odloči, vežejo pa uradno 
osebo predpisi EU, zakoni ter drugi predpisi in splošni akti. Načelo samostojnosti je v 
povezavi z zakonitostjo temeljnega pomena. Omogoča spoštovanje vseh ostalih načel in 
pravic. Organu daje ne le možnosti, ampak dolžnost postopanja brez smernic, navodil ali 
vprašanj in pomoči. Vsa dejanja pa morajo še vedno biti v okviru predpisov (Jerovšek & 
Kovač, 2016, str. 43–45). 
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5.2.3.8 Pravica do pritožbe 
Prvi odstavek 13. člena ZUP določa, da se ima stranka zoper odločbo, ki je bila izdana na 
prvi stopnji, pravico pritožiti. To velja tudi v večini držav EU. Samo z zakonom pa je 
mogoče predpisati, v katerih upravnih zadevah pritožna ni dovoljena. Z drugim odstavkom 
tega člena pritožba na prvi stopnji ni dovoljena, kadar je za odločanje pristojen 
predstavniški organ ali vlada. Tretji odstavek podaja izjemo, da kadar je za odločanje na 
prvi stopnji pristojno ministrstvo, je pritožba možna samo, če tako dopušča zakon. V 
zakonu je določeno, kdo o pritožbi odloča. Četrti odstavek stranki poda pravico do 
pritožbe v primeru, če organ prve stopnje ni izdal odločbe o njeni zahtevi v določenem 
roku. Po Ustavi Republike Slovenije je v 25. členu vsakomur zagotovljena pravica do 
pritožbe ali drugega pravnega sredstva. Tu gre za pritožbe proti odločbam sodišč, drugih 
državnih organov, organov lokalnih skupnosti in nosilcev javnih pooblastil, s katerimi 
odločajo o njegovih pravicah in dolžnostih ali pravnih interesih.  
Pravico do pritožbe zagotavlja tudi EKČP. Vsakdo, ki so mu kršene pravice in svoboščine, 
ima pravico do učinkovitih pravnih sredstev, ravno tako v primerih, ko je kršitev storila 
uradna oseba pri opravljanju dolžnosti. Druge osebe, ki niso bile stranke v postopku, pa 
imajo možnost pritožbe samo, če so bile z odločbo prizadete njihove pravice in pravne 
koristi. Pritožba se lahko vloži tudi zaradi molka organa (Jerovšek & Kovač, 2016, str. 63–
68). 
5.2.3.9 Ekonomičnost postopka 
Načelo pomeni, da je treba postopke voditi hitro, s čim manj stroški in čim manjšo 
zamudo za vse udeležence v postopku. To pa mora biti izvedeno tako, da se preskrbi vse, 
kar je potrebno, da se ugotovi dejansko stanje, se zavarujejo pravice in pravne koristi 
stranke ter se na koncu izda zakonita in pravilna odločba (14. člen ZUP). 
Jerovšek in Kovač (2016) sta načelo ekonomičnosti razdelila na troje podnačel. Kot prvo 
omenjata načelo hitrosti postopka. To se doseže tako, da se zavrne izvajanje tistih dejanj, 
ki niso bistvenega pomena. Drugo je načelo varčnosti, da se postopek vodi s čim manjšimi 
stroški in s čim manjšo zamudo za vse stranke. Načelo učinkovitosti pa zahteva, da se 
preskrbi vse, kar je potrebno za ugotovitev dejanskega stanja in zavarovanje pravic strank 
ter javne koristi. Upravni organ med vsemi možnostmi in načini dela uporabi tistega, ki je 
najhitrejši in povzroča najmanjše stroške. Nikoli pa ne sme iti v škodo materialne resnice 
(Jerovšek & Kovač, 2016, str. 68–69). 
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5.3 PREKRŠKOVNO IN UPRAVNO UKREPANJE OB PODROČNIH KRŠITVAH 
ZP-1 
Ustava Republike Slovenije v 27. členu določa, da vsak, ki je obdolžen kaznivega ravnanja, 
velja za nedolžnega, dokler se mu krivde ne ugotovi s pravnomočno sodbo. Tudi 7. člen 
ZP-1 določa, da si za prekršek odgovoren šele s pravnomočno odločbo. Odgovornost za 
prekršek storilec prevzame, ko je bil prekršek storjen iz malomarnosti ali z naklepom. 
Samo predpis o prekršku pa lahko določi, da je storilec odgovoren samo takrat, ko je 
prekršek storil z naklepom (9. člen ZP-1). 11. a člen določa, da postopka o prekršku ni 
dopustno voditi zoper storilca, ki je bil že v kazenskem postopku pravnomočno spoznan za 
krivega kaznivega dejanja ali pa je bila kazenska ovadba zoper njega zavržena na podlagi 
postopka poravnavanja ali odložilnega pregona. Če pa je zoper storilca že potekal 
prekrškovni postopek in se je začel tudi kazenski postopek, se prekrškovni postopek 
prekine in se nadaljuje šele, ko se kazenski postopek pravnomočno zaključi. Državni 
tožilec mora ob končanem kazenskem postopku obvestiti pristojni prekrškovni organ 
oziroma sodišče. Namen je preprečevanje dvakratnega kaznovanja storilca za isto dejanje 
oziroma njegovo opustitev. Izjema je, kadar kazenski postopek ni zajel vseh prekrškov 
storilca. V tem primeru je mogoče začeti prekrškovni postopek. 
Pomembno je razlikovati med prekrškom in kaznivim dejanjem. Upoštevati se mora, 
katere človekove pravice in temeljne svoboščine in druge pravne vrednote so bile z 
določenim ravnanjem prizadete in v kolikšni meri. Sama Ustava RS ne daje prednosti 
določenemu namenu kaznovanja, je pa naloga zakonodajalca, da določi namen 
kaznovanja in uskladi z ostalo zakonodajo. Stopnja prizadetosti subjekta pri prekrških je 
praviloma precej manjša od kaznivega dejanja. Za prekrške naj bi se opredeljevale kršitve 
poostrenih prepovedi ali zapovedi upravne narave. Prekrški naj bi torej varovali dobrine s 
področja javnega prava, nič pa ni narobe, če jih institut prekrška v omejenem obsegu 
uporabi tudi za zasebno pravo (Čas idr., 2018, str. 55). 
Pomembno je tudi razlikovanje med upravnimi in prekrškovnimi postopki. Inšpekcijski 
postopki so ena izmed širših skupin, znotraj katere najdemo upravne in prekrškovne 
postopke. Zakon o inšpekcijskem nadzoru pozna inšpekcijsko upravno in inšpekcijsko 
prekrškovno postopanje. V inšpekcijskem upravnem postopku se uporabljajo ZIN in ZUP 
ter področni zakon. V prekrškovnem postopku pa se uporablja področni zakon ali pa ZIN 
neposredno, kot materialnopravna podlaga za Zakon o prekrških. Če je namen 
prekrškovnega ukrepa kazen, je cilj inšpekcijskega nadzora prek upravnega postopka 
zagotoviti spoštovanje predpisov za naprej. Glavna naloga inšpekcijskega nadzora naj bo 
upravno ukrepanje, saj globa ne pomeni nujno odprave kršitve predpisa (Kovač, 2016). 
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5.3.1 Sankcije 
Za storjeni prekršek se ob pogojih Zakona o prekrških izreče predpisana kazen ali 
opozorilo. Sankcije so lahko globa, opomin, kazenske točke v cestnem prometu s 
prenehanjem vozniškega dovoljenja ter prepovedjo uporabe vozniškega dovoljenja in 
posledično tudi prepovedjo vožnje motornega vozila (lahko tudi samo za določeno 
kategorijo), izgon tujca iz države, odvzem predmetov, izguba ali omejitev pravice do 
sredstev iz proračuna RS in lokalnih skupnosti, izločitev iz postopkov javnega naročanja ali 
pa izdaja vzgojnega ukrepa. Globa se izreče kot glavna sankcija, opomin pa jo lahko 
nadomesti. Z izjemo vzgojnega ukrepa se ostale sankcije izrečejo in predpišejo kot 
stranske. Poleg globe ali opomina se sme izreči več stranskih sankcij. Vzgojni ukrepi in 
druge sankcije, določene z zakonom, se predpisujejo mladoletnim storilcem prekrškov 
(4. člen ZP-1). 
Kot že prej omenjeno, je globa glavna sankcija. Storilcu prekrška jo lahko izreče 
pooblaščena oseba prekrškovnega organa ali sodnik pristojnega sodišča. Globa se lahko 
predpiše v razponu od najnižjega pa do najvišjega zneska ali pa v določenem znesku. 
Višina globe je odvisna od subjekta, ki je storil prekršek. To so lahko posameznik, 
samostojni podjetnik, pravna oseba in drugi. Odvisna je tudi od predpisa, s katerim je 
določen prekršek. Plačane globe so prihodek države oziroma samoupravne lokalne 
skupnosti, odvisno od prekrška, ki je bil storjen (17. člen ZP-1). 
Kazenske točke v cestnem prometu se predpišejo v višini od 1 pa do 18 točk. Izrečejo se 
vozniku, ki ima veljavno vozniško dovoljenje ali pa mu je bilo to začasno odvzeto. Z 
dosegom 18 točk v roku dveh let se vozniku vozniško dovoljenje odvzame. Vozniku tujega 
vozniškega dovoljenja se izreče prepoved uporabe tujega vozniškega dovoljenja na 
ozemlju Republike Slovenije za dobo enega leta. Možen je tudi izbris kazenskih točk, 
določen pa je z Zakonom o voznikih (ZVoz-1, Uradni list RS, št. 85/16, 67/17 in 21/18 – 
ZNOrg). Opravi se na podlagi opravljenih zdravstvenih pregledov ali udeležbe programov 
dodatnega usposabljanja za varno vožnjo (22. člen ZP-1). 
Prepoved vožnje motornega vozila je opredeljena v 23. členu ZP-1. Člen navaja, da se s 
povzročitvijo škodljivih posledic sme predpisati prepoved vožnje motornega vozila 
določene vrste ali pa kategorije. Za tujce ta člen obsega prepoved vožnje na ozemlju 
Republike Slovenije. 
Sankcijo izgona tujca iz države sme izreči sodišče tujcu, ki je z določenim dejanjem 
povzročil nastanek hude posledice oziroma je z dejanjem nastala škodljiva posledica. 
Izgon se sme izreči za obdobje od šest mesecev pa do pet let (24. člen ZP-1). 
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Odvzem predmetov je po 25. členu ZP-1 možen, če so ti storilčeva last ali pa z njimi 
razpolaga pravna oseba, ki je storilec prekrška. Smejo se odvzeti tudi predmeti, ki niso 
storilčeva last, predstavljajo pa ogroženost splošne varnosti, varovanje življenja, zdravje 
ljudi in druge primere, ki jih določa zakon. Odvzame se predmete, ki so bili uporabljeni, so 
namenjeni ali pa so nastali s storitvijo prekrška. Z zakonom, ki določa prekršek, se sme 
določiti obvezen odvzem predmetov, s posebnim zakonom pa se lahko določi tudi način 
izvršitve odvzema predmetov. V sodbi oziroma odločbi o prekršku se odloči, ali se odvzeti 
predmeti uničijo ali pa se izročijo ustreznemu organu. Odvzeti predmeti pa se lahko tudi 
vrnejo lastniku, vendar se prepreči njihova ponovna uporaba.  
Izločitev iz postopkov javnega naročanja je opredeljena v 25. a členu ZP-1. Sodišče sme 
izločitev iz postopka izreči, če je storilec storil prekršek na področju javnega naročanja. 
Izločitev iz postopka javnega naročanja se izreče v trajanju, ki pa ga določa Zakon o 
javnem naročanju (ZJN-3, Uradni list RS, št. 91/15 in 14/18). 
Izgubo ali omejitev pravice do sredstev iz proračuna RS in proračunov samoupravnih 
lokalnih skupnosti sme po 25. b členu ZP-1 izreči sodišče storilcu prekrška. Omejitev 
pravice se lahko predpiše v deležu sredstev, do katerih je storilec upravičen, izguba 
pravice pa se izreče v višini in trajanju, ki ju določa zakon. To je lahko največ do dveh let. 
Izguba ali omejitev nastopi v mesecu, ki sledi po pravnomočni odločbi. Izgubijo se lahko le 
sredstva, ki še niso bila izplačana ob nastopu izgube oziroma omejitve. 
Po 28. členu ZP-1 premoženjske koristi, pridobljene s prekrškom, ne more nihče obdržati. 
Odvzem obsega odvzem denarja, predmeta in vsake druge premoženjske koristi, ki je bila 
pridobljena s prekrškom. Podrobneje se za odvzem premoženjske koristi uporabljajo 
določbe KZ-1. 
Proti mladoletniku, ki ob storitvi prekrška še ni bil star 14 let, se ne smejo voditi postopki 
za prekrške in se ne sme izreči sankcije za prekrške. Oseba se od 14. leta obravnava pod 
terminom otrok (30. člen ZP-1). Pri mlajšem mladoletniku, to je oseba, ki je že stara 14 let, 
ni pa še dopolnila 16 let, se smejo izreči le vzgojni ukrepi. Starejšemu mladoletniku, osebi, 
ki je že stara 16 let, ni pa še dopolnila 18 let, se smejo izreči le vzgojni ukrepi, z izjemo pa 
se mu sme izreči tudi globa. Mlajšemu in starejšemu mladoletniku se lahko izrečeta tudi 
stranski sankciji, odvzem predmetov in predpis kazenskih točk v cestnem prometu 
(31. člen ZP-1). Namen vzgojnih ukrepov za mladoletnike je razvijanje njihove osebne 
odgovornosti, njihova vzgoja in pravilen razvoj (32. člen ZP-1). Po 33. členu ZP-1 se lahko 
mladoletnemu storilcu izreče le eden izmed sledečih vzgojnih ukrepov: ukor, navodila in 
prepovedi ali pa nadzorstvo.  
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5.3.2 Pritožbeni postopek 
Možna je pritožba zoper sodbo o prekršku sodišča prve stopnje. Pritožba se lahko vloži na 
višje sodišče (150. člen ZP-1), rok za vložitev pritožbe pa je osem dni po vročitvi sodbe. 
Pritožba se vloži pisno pri sodišču, ki je izdalo sodbo o prekršku (151. člen ZP-1). Pritožba 
mora po 153. členu ZP-1 obsegati navedbo sodbe, proti kateri je pritožba podana, kakšen 
je razlog izpodbijanja, zadevo obrazložiti in predlog, zakaj naj se sodba razveljavi oziroma 
spremeni, ter pritožnikov podpis. Sodba o prekršku se po 154. členu sme izpodbijati, če so 
bile kršene bistvene določbe postopka o prekršku, če so bile kršene materialne določbe, 
če je bilo dejansko stanje ugotovljeno nepopolno ali zmotno ali pa zaradi odločitve o 
sankcijah, o odvzemu premoženja, o stroških postopka in o premoženjskopravnem 
zahtevku. 
Bistvena kršitev določb postopka je lahko podana v več primerih, ki pa so opredeljeni v 
155. členu ZP-1: 
̶ na primer, če je v postopku sodelovala uradna oseba, ki bi morala biti izločena na 
podlagi 84. člena ZP-1, to je, če je bil sodnik oškodovanec ali pa je v zadevi 
sodeloval že na prvi stopni. Posplošeno torej v vseh okoliščinah, ki vzbujajo dvom 
o njegovi nepristranskosti, ali pa če je bila uradna oseba s sklepom, izdanim po 
87. členu ZP-1, izločena iz postopka; 
̶ naslednja izmed bistvenih kršitev je tudi, če je bil obdolžilni predlog podan s strani 
nekoga, ki predlagatelj ne more biti. Pod kršitev spada tudi, če se obdolženca v 
postopku pred izdajo sodbe o prekršku ni zaslišalo, razen v primeru, če obdolženec 
ne pride k zaslišanju, svojega izostanka ne opraviči, sodišče pa spozna, da 
obdolženca za pravilno odločitev ni treba zaslišati (69. člen ZP-1) ali pa sta da bila 
odločanje in izdaja sodbe izvršena v skrajšanem postopku (prvi odstavek 
129. a člena ZP-1); 
̶ če je bil obdolženec ali pa njegov zagovornik kljub zahtevi prikrajšan za pravico do 
uporabe svojega jezika oziroma jezika, ki ga razume; 
̶ kadar je zahtevek, ki je bil podan v obdolžilnem predlogu, prekoračen; 
̶ če je bila sodba izdana na podlagi dokaza, ki pa je bil pridobljen s kršitvijo 
človekovih pravic in temeljnih svoboščin ali pa se je uporabil dokaz, na katerega se 
po določbah ZP-1 ne more opirati; 
̶ ko je s sodbo o prekršku prekršena določba dvanajstega odstavka 129. a in 
dvanajstega odstavka 163. člena ZP-1. Člena namreč določata, če je ugovor 
oziroma pritožba vložena samo v korist obdolženca, se nova sodba ne sme 
spremeniti v škodo obdolženca; 
̶ kadar je izrek sodbe nerazumljiv, sam sebi nasprotuje, nasprotuje razlogom sodbe 
ali pa če sodba nima razlogov oziroma so razlogi nerazumljivi; 
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̶ bistvena kršitev nastane tudi, če sodišče med postopkom ali ob izdaji sodbe ni 
uporabilo ali pa je napačno uporabilo druge določbe tega zakona. 
Kršitev materialnih določb je podana, če je kršitev podana glede vprašanj, opredeljenih v 
156. členu ZP-1. Vprašati se je treba, ali je dejanje res prekršek, ali so podane okoliščine, 
ki izključujejo odgovornost, ali je bil glede prekrška, ki je predmet obdolžilnega prekrška, 
uporabljen predpis, ki se ga ne bi smelo uporabiti, in druga vprašanja.  
Zmotna in nepopolna ugotovitev dejanskega stanja nastane, ko je iz ugotovljenih dejstev 
napravljen nepravilen sklep ali pa, če katero izmed odločilnih dejstev sploh ni bilo 
ugotovljeno. Pritožnik mora izkazati, da jih brez svoje krivde ni mogel uveljavljati v 
postopku na prvi stopnji, ko pa se sklicuje na nova dejstva, mora navesti dokaze (157. člen 
ZP-1). 
Izpodbijanje odločitev o sankciji je opredeljeno v 158. členu ZP-1. Sodbo o prekrških se 
sme izpodbijati, če sodišče ni pravilno odmerilo sankcije glede na okoliščine, ki vplivajo na 
višino sankcije. Izpodbija se lahko tudi, če sodišče na prvi stopnji ni pravilno uporabilo 
določbe o opominu, odpustitvi ali neizreku. Tudi odločitev o odvzemu premoženjske 
koristi se sme izpodbijati, in sicer v primeru, ko se ni izreklo odvzema, čeprav so bili za to 
dani pogoji.  
5.4 VIDEOPOSNETEK KOT DOKAZNO GRADIVO V PREKRŠKOVNEM OZ. 
UPRAVNEM POSTOPKU 
Mnenja in teorije o tem, ali je videoposnetek z avto kamere lahko dokazno gradivo ali ne, 
so različna. Zakonodaje, ki bi specifično obravnavale le avto kamere, njihovo uporabo in 
samo ravnanje s temi posnetki, pri nas ni. Sta pa njihova uporaba in posredovanje 
posnetkov omejena z drugimi zakoni. Za uporabo avto kamer so zelo pomembni Zakon o 
varstvu osebnih podatkov, Kazenski zakonik, Zakon o prekrških in drugi. 
Pirman (2018) trdi, da policiji ali zavarovalnici lahko predložimo dokaz, videoposnetek z 
zanimivo prigodo pa lahko celo objavimo na družbenih omrežjih, vendar moramo biti 
pazljivi na varovanje osebnih podatkov. Po pojasnilih policije (Pirman, 2018) lahko policija 
izjemoma v skladu z določili ZP-1 začne postopek o prekršku na podlagi videoposnetkov. 
Na posnetku se mora ugotoviti vse okoliščine prekrška in verodostojnost dokazov, nato pa 
presodijo, ali so sploh izpolnjeni pogoji za ukrepanje z izdajo odločbe o prekršku oziroma 
obdolžilnega predloga. Policija poudarja, da sam posnetek pripomore k razjasnitvi 
okoliščin in preverjanju omenjenih pogojev za uvedbo postopka o prekršku, ni pa edino 
dokazilo. V primeru, da se določen postopek odvija pred pristojnim sodiščem, je za 
nadaljevanje posnetka potrebno pričanje očividca oziroma oškodovanca.  
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Po prvem odstavku 51. člena ZP-1, če se za začetek postopka odloči prekrškovni organ, 
mora ta po ugotovitvi pogojev za začetek postopka po uradni dolžnosti zbrati dodatna 
obvestila in dokaze o prekršku. V postopku pred prekrškovnim organom pa prvi odstavek 
55. člena ZP-1 navaja, da mora prekrškovni organ po uradni dolžnosti hitro in enostavno 
ugotoviti dejstva in zbrati dokaze, ki so potrebni za odločitev o prekršku. Kot dokaz lahko 
zasežejo tudi avto kamero. 
Vsak obdolženec po prvem odstavku 90. člena ZP-1 in vsak oškodovanec po prvem 
odstavku 95. člena ZP-1 ima pravico, da se zagovarja in predlaga dokaze. Predlaganje 
dokazov je možno tudi na obravnavi. Prvi odstavek 129. člena ZP-1 daje pravico, da se tudi 
med obravnavo predlagajo in dajejo predlogi.  
Po 71. členu ZP-1 sodišče pri presoji dokazov ni vezano na nobena posebna formalna 
dokazna pravila. Načelo proste presoje dokazov sodišču pripisuje možnost, da se 
samostojno odloči, kakšno težo bo dal določenemu dokazu, vendar mora svoje odločitve 
obrazložiti. Tudi drugi odstavek 133. člena ZP-1 določa, da mora sodišče vestno pretehtati 
vsak dokaz posebej. Na podlagi presoje pa mora ugotoviti, katero dejstvo se šteje za 
dokazano ali nedokazano.  
Informacijski pooblaščenec poudarja, da imajo lahko videoposnetki tudi koristno vlogo. 
Zakon o varstvu osebnih podatkov načeloma dovoljuje njihovo uporabo v uradnih 
postopkih, vendar se pri tem uporabljajo pravila posameznega uradnega postopka. Ta 
procesna pravila dajejo pravno podlago za obdelavo osebnih podatkov, ki jih zahtevajo 
določbe ZVOP-1 (Poženel, 2014). Videoposnetek se lahko uporabi, če ni bil namenjen 
odkrivanju kaznivega dejanja, ampak je namenjen varovanju. Vendar je tudi tu potrebna 
previdnost, saj na primer ZVOP-1 v prvi točki prvega odstavka 91. člena kot kršitev 
opredeljuje obdelavo osebnih podatkov, ki nima podlage v zakonodaji, ali obdelavo brez 
osebne privolitve posameznika. KZ-1 pa v prvem odstavku 143. člena določa, da kdor brez 
podlage v zakonu ali osebne privolitve posameznika obdeluje osebne podatke 
posameznika in jih posreduje v javnost ali jih javno objavi, se kaznuje z denarno kaznijo ali 
z zaporom. 
Zakon o splošnem upravnem postopku v 10. členu navaja, da uradna oseba, ki odloča o 
upravni zadevi, presodi, katera dejstva šteti kot dokazna. Tu gre za načelo proste presoje 
dokazov. Uradna oseba se odloči po svojem prepričanju, vendar na podlagi vestne in 
skrbne presoje posameznega dokaza in vseh dokazov skupaj. Po ZUP se kot dokaz lahko 
uporabi vse, kar je primerno za ugotavljanje stanja zadeve in kar ustreza posameznemu 
primeru (drugi odstavek 164. člena ZUP). ZUP nekatere dokaze šteje za pomembnejše in 
zato za njihovo izvajanje predpisuje poseben način. Tudi Jerovšek in Kovač (2016, str. 183) 
izpostavljata pomembne dokaze, kot so listine, priče, izvedenci, ogledi in izjave stranke. 
Kot druge dokaze pa navajata tudi videoposnetek, predmete, kot so obleka ali nakit, in 
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druge. Poudarjata, da po ZUP ne poznamo zakonskih dokaznih prepovedi. Izjema so 
ustavno zaščitene kategorije, kot je na primer nedotakljivost stanovanja. Nedotakljivost 
stanovanja je opredeljena v 36. členu URS. Stanovanje je nedotakljivo in vanj ne sme 
vstopiti nihče brez odločbe sodišča. Izjema je, kadar gre za neposredno prijetje storilca 
kaznivega dejanja ali pa zavarovanje ljudi in premoženja. 
5.5 PREVERITEV HIPOTEZE 
Javna objava posnetkov, posnetih z avto kamero s strani zasebnikov, predstavlja kršitev 
predpisov s področja varstva osebnih podatkov, kar pa potrjuje postavljeno hipotezo. Gre 
namreč za nedovoljeno obdelavo osebnih podatkov. Dovoljena je le v primeru, če je za to 
podlaga v zakonu ali pa imamo privolitve vseh oseb, razvidnih na posnetku. Kršitev lahko 
pripelje do tožbe ali odredbe zoper avtorja posnetka. 
Zakonodaje, ki bi se posvečala le uporabi avto kamere, pri nas ni, zato se uporaba omejuje 
z drugimi zakoni. Tudi Zakon o prekrških uporabe ne opredeljuje specifično, se pa zakon 
povezuje s Kazenskim zakonikom in Zakonom o upravnem postopku. Najbolj podrobno 
videonadzor obravnava Zakon o varstvu osebnih podatkov. Posnetki pri nas nimajo visoke 
dokazne moči, saj sovpadajo z naštetimi zakoni, in sicer pri zlorabi osebnih podatkov. 
Vsak velja za nedolžnega, dokler se mu krivde pravnomočno ne dokaže. Treba je varovati 
človekove pravice in temeljne svoboščine vsakega posameznika. Inšpekcijski nadzor je 
pomemben za varovanje vseh teh pravic. V nadzoru se izvaja tako upravne kot tudi 
prekrškovne postopke. Prednost imajo upravna ukrepanja zaradi usmerjenosti za naprej. 
Globa ne pomeni nujno odprave kršitve. Glavna sankcija za storjeni prekršek je globa, 
možen pa je tudi pritožbeni postopek zoper končno sodbo.  
Videoposnetki pripomorejo k razjasnitvi okoliščin. Na podlagi njega lahko policija lažje 
zbere ostalo dokazno gradivo, ne bi pa zdržal v končni odločbi kot edini dokaz. Policija 
lahko v hitrem prekrškovnem postopku zaseže vse dokaze, med drugim tudi avto kamero. 
Po ZP-1 sodišče ni vezano na nobena formalna dokazna gradiva, ZUP dokaznih prepovedi 
skorajda nima, hkrati pa načelo proste presoje dokazov sodišču daje možnost, da samo 
določi težo dokazu.  
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6 ZAKLJUČEK 
Avto kamere postajajo vse bolj priljubljene tudi v Sloveniji. Uporaba pa prevladuje v Rusiji, 
zato iz tam izhaja največ posnetkov na spletu. Slovenija avto kamer še ni posebej 
regulirala, kar pa bi lahko storila. Uporabljamo torej splošna pravila varstva osebnih 
podatkov, to je Zakon o varstvu osebnih podatkov. 
Varstvo osebnih podatkov je pomembnejša temeljna človekova pravica. Zakon o varstvu 
osebnih podatkov je skupek mednarodnih dokumentov. Določa pravice, obveznosti in 
ukrepe ob neupravičenem posegu v zasebnost posameznika. Poudarja tri načela, in sicer 
načelo zakonitosti in poštenosti, sorazmernosti in prepoved diskriminacije. Institucionalno 
varstvo osebnih podatkov opravlja Informacijski pooblaščenec, varstvo človekovih pravic 
in temeljnih svoboščin v razmerju do državnih organov pa Varuh človekovih pravic. 
V EU je v veljavo stopila nova Splošna uredba o varstvu osebnih podatkov. Namen uredbe 
je posplošiti predpise glede varstva osebnih podatkov. Slovenija je pred začetkom 
uporabe uredbe želela spremeniti obstoječi ZVOP-1 in ga nadomestiti z ZVOP-2, vendar ji 
to ni uspelo. ZVOP-2 je še vedno v fazi razprave. GDPR ne razveljavi ZVOP-1, zato 
nesprejetje ZVOP-2 ni bilo kritično. 
Javna objava posnetkov je kršenje varstva osebnih podatkov, saj gre za nedovoljeno 
obdelavo podatkov. Obdelava podatkov je namreč dovoljena le, če je za to podlaga v 
zakonu ali pa imamo privolitev vseh udeležencev na posnetku. Z nedovoljeno objavo tako 
kršimo člene GDPR in ZVOP-1.  
Mnenja, ki jih prejme Informacijski pooblaščenec, dokazujejo, da se ljudje ne zavedajo 
kršenja pravic drugih. Primeri kršitev pa niso nobena redkost, saj je bilo v letu 2017 
uvedenih kar 105 postopkov o prekršku. 
Zakon o prekrških se o temeljnih načelih sklicuje na KZ-1 in ZUP. Prav tako pri opredelitvi 
videonadzora, saj ga specifično ne opredeljuje. ZP-1 zato v določenih členih preusmeri na 
uporabo KZ-1 in ZUP. ZP-1 opredeljuje, kakšne so sankcije v primeru storitve prekrška in 
kakšen je pritožbeni postopek v primeru, da so nam kršene pravice po ZP-1.  
Videoposnetek v mnogih primerih ne bi veljal kot glavno dokazno gradivo, saj so z njim 
kršene pravice drugega posameznika. Posnetek pa lahko pripomore k lažji razjasnitvi 
dogodkov, saj se na podlagi tega lahko zbere ostalo dokazno gradivo. Načelo proste 
presoje dokazov daje možnost, da organ sam pretehta verodostojnost oziroma kakšen 
pomen bo posameznemu dokazu namenil in če ga bo sploh uporabil. Vsako svojo 
odločitev mora smiselno obrazložiti.  
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V diplomskem delu je strnjena zakonodaja, ki jo je treba poznati, če uporabljamo avto 
kamere. Ker pa je tudi zakonodaja v stalnem razvoju, je potrebno sprotno ozaveščanje. 
Slovenija bi lahko uporabo avto kamere bolj podrobno opredelila, saj se pogosto 
pojavljajo dvomi oziroma nerazumevanje zakonodaje. Avto kamere so del sodobne 
tehnologije, ki je v stalnem razvoju, kar pa predstavlja stalno aktualnost. Možnost razvoja 
v Sloveniji lahko pripelje do sledenja državam, ki uporabo kamer dovoljujejo, ali pa bomo 
uporabo le-teh še bolj omejili oz. celo prepovedali. 
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