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内容梗概
本論文は，筆者が広島国際大学在職中および，大阪大学大学院工学研究科電気電子情
報工学専攻在学中に行ったキャリアセンス型 MAC プロトコルを用いたアドホックネット
ワークの隠れ端末対策に関する研究成果をまとめたものであり，以下の 6 章より構成さ
れる.
第 1 章では，本研究の背景となる研究分野に関して現状と問題点を述べ，本研究の位
置付けと目的を明らかにする.
第 2 章では，キャリアセンスに基づいてパケット送受信を制御する MAC プロトコル
について述べる.また，同プロトコルにおいて隠れ端末によって引き起こされるパケット
衝突問題ならびに，その対策である RTSjCTS 制御について述べる.次に，キャリアセン
ス型 MAC プロトコルを用いる無線 LAN 規格として広く普及する IEEE 802.11 の送信
制御について述べる.さらに，アドホックネットワークに IEEE 802.11 を適用する際に
隠れ端末の存在によって生じる課題を示し，本研究の目的について詳述する.
第 3 章では， IEEE 802.11 におけるユニキャスト性能の向上方式を提案する.まず，
IEEE 802.11 の MAC フ。ロトコルの要素技術である CSMAjCA について，その原型で
ある CSMA ならびに，隠れ端末対策制御 RTSjCTS の原型である MACA の両 MAC プ
ロトコノレの特性評価を行い，隠れ端末の存在割合の変化に関わらず， RTSjCTS 制御は本
来，長い DATA を送信する場合に高い性能を発揮することについて述べる.次に， IEEE 
802.11 に実装される RTSjCTS の特性評価を行った結果から， IEEE 802.11 では DATA
長の増加に従って性能が向上しない場合があることを指摘し，これを解決するために，
IEEE 802.11 の RTSjCTS において RTS を傍受した端末の送信延期時間を短縮する方
式を提案する.最後に，提案方式を計算機シミュレーションにより評価した結果， DATA 
長の増加にしたがって性能が向上する特性を獲得できることを明らかにする.
第 4 章では， IEEE 802.11 のブロードキャスト性能の向上方式を提案する.まず，隠
れ端末の存在環境下において IEEE 802.11 のブロードキャスト受信率が低下する問題点
について述べる.次に，この問題を解決するため，ブロードキャスト前に隠れ端末の存在
を考慮した RTSjCTS 交換を導入する方式を提案する.最後に，計算機シミュレーション
によりブロードキャスト受信率を評価し，提案方式の有効性を明らかにする.
第 5 章では， IEEE 802.11 において，隠れ端末の存在環境下での MAC レベノレの送信
機会均等化手法を提案する.まず， IEEE 802.11 における送信権割当ての公平性を実現
する方式である CSMAjCA を隠れ端末の存在環境に適用した場合の問題点を述べる.次
に，この問題を解決するため，各端末が自端末の送信状況を参照し，不公平状態にある場
合は一度の送信機会に複数のパケットを連続送信することで，自律的に送信回数を増加す
る方式を提案する.最後に，計算機シミュレーションを用いて各端末の割当て帯域に対す
るスループット達成率を評価し，提案方式の有効性を明らかにする.
第 6 章は，本論文の結論であり，本研究で得られた結果の総括を行う.
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第 1 章
序論
近年の情報通信技術の発展に伴い，電子機器の低価格化が進みオフィスや一般家庭をは
じめとして PC (Personal Computer) を中心とする情報端末が広く普及するとともに，
これらの端末からのインタネットアクセスを実現するためのサービスもまた広く普及が
進んでおり，わが国における平成 20 年度末のインタネット利用者数は 9う091 万人，人口
普及率は 75.3% となっている [1J. また，電子機器のさらなる低価格化や小型化にともな
い，家庭やオフィスを離れたモバイノレ環境下においても利用が可能なノート PC， PDA 
(Personal Digital Assistance) ，スマートフォン等の情報携帯端末の普及も進んでおり，こ
れらの端末からのインタネットアクセスを実現するワイヤレスアクセス技術として IEEE
802.11 ajbjg をはじめとする無線 LAN (Local Area Network) [2-5]，携帯電話 [6] ，
PHS (Personal Handy-phone System) [7] , WiMAX (Worldwide Interoperability for 
Microwave Access) [8J 等も急速に普及が進んでいる.わが国におけるモバイノレ環境下で、
のインタネットアクセス利用者数は 7，506 万人となり，これはインタネット利用者全体の
82.6% に達することになる.
情報携帯端末はインタネット等の広域ネットワークに接続しサービスを利用することが
多いが，その際は広域ネットワークへアクセスするための通信経路を有する基地局や AP
(Access Point) 等の固定通信インフラ設備へのワイヤレス接続が必要となる.このよう
な形態でアクセスを行うネットワークをインフラストラクチャ (Infrastructure) 型ネッ
トワークと呼ぶ.これに対して，近年では，固定通信インフラの存在しない環境下におい
てもワイヤレスネットワークを構築し，通信サービスを提供できるアドホックネットワー
ク (Ad-hoc Network) の実現に対する期待が高まっている [9]. 用途としては，会議ス
ペースにおける情報共有や，被災地エリアにおける災害復旧活動時の情報共有等に代表さ
れる一時的なサービスを提供するネットワークのみならず，温度や湿度等のセンサをネッ
トワーク化するためのセンサネットワーク等のように比較的長期間のサービス継続性が必
要なネットワークでの利用も想定されている [10].
このようなネットワークでは，集中的にネットワークを制御可能な既設の基地局等が存
在しないため，アドホックネットワーク内の端末が協調し自律分散的にそれぞれの通信
を制御する自律分散型のネットワークにする必要がある.自律分散型ネットワークの構
1 
築に関する技術は， DARPA (米国国防省高等研究計画局: Defense Advanced Research 
Projects Agency) [11] におけるパケット無線通信システムに関する研究プロジェクトに
おいて戦争地域の情報伝達技術の開発を目的とした検討が進められたことに伴って大きく
発展することとなった. 1970 年代には初期のパケット無線システムが ALOHA [12] プロ
ジェクトによって開発された. ALOHA プロジェクトは，直接通信が可能な無線局間で
ネットワークを構築するシングルホップ無線通信システムであり，単一通信チャネルをパ
ケット交換により複数無線局で共有する通信システムを実現した. ALOHA プロジェクト
に引き続いて検討された PRNET (Packet Radio NETwork) では， ARPA (Advanced 
Research Project Agency) の支援の下，複数の端末によりマルチホップでデータを転送
する機能を実現するマルチホップ無線通信システムが開発された. PRNET では，それ
までのインフラストラクチャ型ネットワークと比べて， (1) 固定通信インフラを有さない
ネットワークであること， (II) ネットワーク中の全ての端末はパケットを中継・転送する
ためのルータとして機能を有すること， (1II) 端末の移動が発生した場合にも通信が実現
できること，などの点で大きく異なる特徴をもっており，これらの特徴は現在のアドホッ
クネットワークにおいてもそのまま引き継がれて検討されている.
1990 年代にはそれまでの軍事目的のみに限らず，より広範囲な分野への適用を可能
とするためにコンビュータ通信に関する標準化団体である 1ETF (1nternet Engineering 
Task Force) [13] の分科会である MANET (Mobile Ad-hoc NETwork) においてアド
ホックネットワークの標準化活動が行われるようになった.現在，アドホックネットワー
クを実現するために検討されている代表的な技術課題は，
• MAC (Media Access Control)プロトコノレ
・ルーティングフ。ロトコル
・マノレチキャストプロトコノレ
・トランスポートプロトコノレ
・ QoS (Quality of Service) 
・セキュリティ
・アドレス割当
・ネットワーク拡張性
.省電力
と多岐にわたる [14]. 中で、もパケットの送受信そのものを規定する MAC プロトコルの性
能は上位層における通信性能に対しても大きな影響を及ぼすこととなる.初期のパケット
無線通信システムである ALOHA では，送信要求の生じたパケットは直ちに無線チャネ
ル上に送信されるため，パケット同士の衝突が頻繁に発生する.そのため，チャネル利用
効率を示す正規化スループットは最大でも 18% であり，決して効率的な MAC プロトコ
ルとはいえないものであった.そのため， PRNET はパケットの衝突を軽減するために，
送信前に他端末のキャリアを調査し，キャリアが検知されなかった場合のみ新たな送信を
開始するという CSMA (Carrier Sense Multiple Access) [15] を採用した.キャリアセ
ンス制御を基本とする CSMA は ALOHA に比べてスルーフ。ットを飛躍的に向上させた
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MAC プロトコルであり， CSMA を基本とした MAC プロトコルは有線 LAN の標準規格
である IEEE 802.3 における CSMAjCD (Carrier Sense Multiple Access with Collision 
Detection) [16] をはじめとして広く採用されるところとなっている. MANET で検討が
進められているアドホックネットワークにおいては， IEEE 802.11 系無線 LAN 端末を
用いたネットワーク構築が重点的に検討されているが， IEEE 802.11 においても，キャ
リアセンス制御を採用する CSMAjCA (Carrier Sense Multiple Access with Collision 
Avoidance) が基本 MAC プロトコノレとして実装されている.
単一の送信チャネルを複数端末で、共有するパケット交換通信システムにおける MAC プ
ロトコルは限られた通信帯域を効率的に利用するために定められた時間の中でより多く
のパケットの送信を成功させることが求められる.即ち，送信オーバヘッドを増加させず
に，受信側において複数パケットの同時到着を回避することが必要となる.このために
は，相手先端末が受信中でないことを確認することが必要であるが， CSMA をはじめと
するキャリアセンス型の MAC プロトコルで、は送信オーバヘッドを削減するために，送信
側端末のキャリア送出状態のみを調査するととで無線ネットワークの状態を判断する.当
然ながら，ネットワーク中の任意の 2 端末が直接 (l-hop で)通信可能な状況下では，送
信端末と受信端末の両者に同等にキャリアが到着するため，キャリアセンスを用いれば正
しくネットワークの空きについて判断を行うことができる.しかしながら，ネットワーク
中に直接通信できない端末が存在する場合は，既にある 2 端末間で送信が行われている場
合で、あっても，その送信端末の通信範囲外に存在する端末はキャリアセンスで送信を検知
することはできない.さらに，送信を検知できない端末が，現在，パケットを受信中の端
末の通信範囲内に存在する場合に新たな送信を開始してしまうと受信中の端末上でそれら
のパケットが衝突し受信に失敗してしまう.このようなパケット衝突を引き起こす端末を
隠れ端末とよび，キャリアセンス型 MAC プロトコノレでは，隠れ端末に起因するパケット
衝突を軽減することが大きな課題として広く取り組みが進められている [17-29]. これら
の研究背景を踏まえ，本研究ではアドホックネットワークの構築に用いられるキャリアセ
ンス型 MAC プロトコルにおける隠れ端末の影響を軽減する手法を提案している.以下，
従来の対策における問題点を整理し，本研究の目的とするところを明らかにする.
まず，隠れ端末に対する対策として初めて提案されたプロトコルは BTMA (Busy 
Tone Multiple Access) [30] である. BTMA では，ネットワーク中の全ての端末と通信
可能な位置に中央制御局を設置し，送信チャネルが使用中の間，中央制御局はビジートー
ンを全ての端末に向けて送信する.送信要求の生じた端末は送信チャネルではなく，ビ
ジートーンを検知することで隠れ端末との衝突を回避する.ビジートーンを用いた手法
は RI-BTMA (Receiver-Initiated Busy Tone Multiple Access) [31] や DBTMA (Dual 
Busy Tone Multiple Access) [32] などでも採用されているが，通信チャネノレを送信チャ
ネノレとビジートーンのための制御チャネルに分割する必要がある.これに対し，送信チャ
ネノレのみで、隠れ端末に対処する方式も提案されている. MACA (Multiple Access with 
Collision A voidance) [33] は DATA 送信前に送受信端末間で RTS (Request To Send) , 
CTS (Clear To Send) を交換する RTSjCTS 制御を提案した. RTSjCTS 制御では，送
信端末の RTS に対して受信端末は CTS を返信するため，隠れ端末は CTS を傍受するこ
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とにより送信が抑制され，パケット衝突が軽減される. IEEE 802.11 においても，同様に
隠れ端末対策として RTSjCTS 制御が実装されている.しかしながら， IEEE 802.11 で
は， RTSjCTS 交換が成功することを前提に実装が行われている.そのため， RTSjCTS 
交換失敗時，例えば， RTS の送信後に対応する CTS が返信されなかった場合などは，実
際に DATA は送信されないにも関わらず， RTS を傍受した端末は不必要に送信を延期す
ることで，スループットが低下する問題が報告されている [34]. そこで，本研究ではま
ず， RTSjCTS 交換失敗時の不必要な送信延期によるスルーフ。ット低下を軽減する新しい
RTSjCTS 制御手法を提案する.
アドホックネットワークに代表されるマノレチホップネットワークでは，適切なパケット
転送経路を構築することがネットワークの通信性能に大きく影響する.適切な通信経路を
構築するには，周辺端末の接続状況を高い精度で検出する必要がある.周辺端末の接続
状況を検出する代表的な手法として，フラッディングにより隣接端末全てにパケットをブ
ロードキャストする手法が存在する [35]. 当然ながら，ブロード、キャストパケット受信成
功率(以下，ブロードキャスト受信率という)の低下は，周辺端末の検出精度の低下を招
き，結果として不適切な通信経路が構築される可能性が高くなる.そこで，本研究では，
IEEE 802.11 におけるブロード、キャスト受信率を向上するために，隠れ端末の危険度に基
づいた RTSjCTS 制御手法を提案する.
最後に， RTSjCTS 制御による隠れ端末の送信抑制に起因する送信機会の公平化に関
して検討を行う. IEEE 802.11 における CSMAjCA では，ランダムパックオフならびに
バックオフ持ち越し制御によって端末聞の送信機会の公平化を実現している.特に，パッ
クオフ持ち越し制御は，次回のチャネノレアクセス時間までパックオフを行う端末がその他
の端末によって送信が先行された場合に，その送信が終了するまで一旦パックオフを中断
することで，端末間での送信順番の入れ替わりを防止する.しかしながら， RTS あるい
は CTS の傍受によって送信を延期中の端末は自端末が送信延期中にあることを周囲に通
知することはなく，隣接する端末のパックオフ持ち越し制御は機能しない.そのため，隠
れ端末の存在環境下では送信機会の公平性を実現できない.そこで，本研究では，隠れ端
末の存在環境下において RTSjCTS 制御を使用する場合にも端末間の送信機会の公平性
を向上するために，不公平状態にある端末が自律的に送信回数を増加させることにより公
平性を向上する方式を提案する.
以上のように，本研究ではキャリアセンス型 MAC プロトコルを用いる IEEE 802.11 
によって構築されるアドホックネットワークの通信性能向上を目的としている.以下に，
6 章からなる本論文の構成を示す.
第 2 章では，代表的なキャリアセンス型 MAC プロトコノレである CSMA ならびに
CSMA における隠れ端末の影響を軽減する RTSjCTS 制御を実装する MACA の特性に
ついて述べる.また，キャリアセンス， RTSjCTS 制御を用いる無線 LAN の標準規格で
ある IEEE 802.11 について述べた上で，隠れ端末の存在環境下における IEEE 802.11 に
おいて克服すべき通信性能の低下要因を明らかにする.
第 3 章では， IEEE 802.11 のユニキャスト性能向上について検討する.まず， IEEE 
802.11 の MAC プロトコルの要素技術の原型となる CSMA， MACA を隠れ端末の存在
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環境下において評価し，どのような割合で隠れ端末が存在する場合にも RTS/CTS 制御
は DATA 長の長い場合にスルーフ。ット向上効果を発揮することを述べる.次に， IEEE 
802.11 の RTS/CTS 交換失敗時には RTS を傍受した端末が不必要に送信を延期するこ
とでスループットが低下することを述べる.また， IEEE 802.11 では DATA 長の増加に
伴って必ずしもスループットが向上しないことを明らかにする.その後， RTS 傍受時の
送信延期時間を短縮する方式を提案し，これを採用することにより， IEEE 802.11 におけ
るスループットが向上すること，ならびに MACA と同様に DATA 長の増加に伴ってス
ループットも向上することの 2 点を明らかにする.
第 4 章では，まず， IEEE 802.11 ではブロードキャストパケットの到達確認ならびに再
送制御を行わないことにより隠れ端末の存在環境下でのブロードキャスト受信率が低下す
ることを述べる.そこで 再送によるオーバヘッドを増加させずにブロードキャスト受信
率を向上させるために，ブロードキャスト前に隠れ端末の送信を抑制する衝突回避型プロ
トコノレについて検討を行う.その後，隠れ端末の存在位置から各隠れ端末の危険度を算出
し，この危険度を最小とするようなエリアに向けて一度の RTS/CTS 交換を行った後に
ブロードキャストを行う方式を提案する.また，より広範囲の隠れ端末を抑制する方式と
して 2 段階の RTS/CTS 交換を行うブロードキャストプロトコルについても提案を行い，
計算機シミュレーションによって提案方式の有効性を明らかにする.
第 5 章では，まず，隠れ端末の存在環境下において RTS/CTS 制御を使用した場合は，
IEEE 802.11 の送信権割当の公平化手法であるバックオフ持ち越し制御が機能しないこ
とについて述べる.そこで，そのような環境下においても端末間の送信機会の公平度を向
上させるために，不公平状態にある端末が自律的に自端末の送信機会を増加させる方式を
提案する.最後に，計算機シミュレーションにより提案方式の有効性を評価し，提案方式
は既存の IEEE 802.11 を採用する端末と混在する環境下においても端末聞の送信機会の
公平性を向上できる方式であることを明らかにする.
第 6 章は，本論文の結論であり，本研究により得られた成果の総括を行う.
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第 2 章
キャリアセンス型 MAC フ口卜コル
を用いたアドホックネットワーク
2.1 緒言
本章では，基地局の存在しない環境下におけるワイヤレスデータ通信を実現するアド
ホックネットワークの MAC プロトコルについて述べる.事ず，アドホックネットワーク
で最も広く検討され，コンテンション型の MAC プロトコルで、あるキャリアセンス制御を
実装する CSMA について述べる.次に， CSMA では隠れ端末の存在によりパケット衝突
が起こることから，これを軽減するための RTSjCTS 制御を用いる MACA について述
べる.その後，キャリアセンスならびに RTSjCTS 制御を MAC プロトコルの要素技術
として採用する無線 LAN の標準規格 (IEEE 802.11) について述べ，同規格においても
隠れ端末の存在によって通信性能が低下することについて明らかにする.
2.2 キャリアセンス型 MAC プロトコル
基地局が存在しない環境下において無線でデータ通信を実現するアドホックネットワー
クでは，ユーザの要求に応じて自由にネットワークの構築やサービス開始をすることが求
められる.また，端末のネットワークへの参加・離脱も自由に行えることが求めらること
や，端末の移動に対しても柔軟に対応し，通信を実現することが求められる [35]. そのた
め，アドホックネットワークでは任意の 2 端末開において直接通信できない場合にも他の
端末を経由する中継経路を構築することにより通信を実現するために，中継経路を自律分
散的に構築する手法が多く検討されている [10]. さらには，端末の位置を把握することな
く各端末が自律分散的に送信を制御するための MAC プロトコノレも多く提案されている.
自律分散型 MAC プロトコルには，送信要求の発生の度に周辺端末と競合の上，送信権
を獲得するコンテンション方式 CConte凶ion based MAC protocol) ，音声や動画などの
リアルタイム性が要求されるトラフィックに対応するために， リアルタイムトラフィック
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に対してのみ端末の要求に応じて一定の時間 送信帯域を割り当てる予約型コンテンショ
ン方式 (Contention based with reservation MAC protocol) ，さらには，各端末の送信
計画を全て指定した上で送信を開始するスケジューリング方式 (Scheduling based MAC 
protocol)などの方式等が存在する [14].
さて，これらの中で最も広く検討が行われている方式はコンテンション方式である.コ
ンテンション方式の MAC プロトコルは CSMA， MACA が代表的であるが，現在，最も
広く普及している無線 LAN 規格である IEEE 802.11 においてもコンテンション方式の
MAC プロトコルが採用されている.
以下では，コンテンション方式の基本的なプロトコルで、あり，キャリアセンス制御を実
装する CSMA ならびに， CSMA におけるパケット衝突を軽減する手法として RTSjCTS
制御を初めて提案した MACA のそれぞれの制御方式ならびにスループット特性につい
て述べた後に，キャリアセンス制御， RTSjCTS 制御を要素技術として採用する IEEE
802.11 の制御方式ならびに，同方式をアドホックネットワークに適用した際に通信性能
を向上するために解決すべき課題について述べ，本論文の意義を明らかにする.
2.2.1 CSMA における送信制御とスループット特性 [15]
CSMA を提案した文献 [15] で示されている CSMA の送信制御と隠れ端末が存在しな
い場合のスルーフ。ット特性を以下に述べる.
まず，ネットワーク内の任意の 2 端末間で直接通信が可能な多数の端末から構成される
ネットワークを考える.オファードトラフィック G を，パケット時間長あたりの新しく生
起した DATA と送信が行えずに再送信にまわされた DATA の個数の総和とする.これら
の DATA の生起は，単位時間あたりに平均 G 回のポアソン分布に従うものとする.
図 2.1 に CSMA のチャネルの使用例を示す.この図において，横軸はパケット長を基
準として正規化した時間を表す.ある端末がチャネノレが空き状態 (Idle) であると判断し
てパケットの送信を開始した時刻を t とする.α をパケット長を基準として正規化された
パケットの伝搬遅延時間であるとする.時刻 t から t+ α の問では，他の端末にキャリア
が到着していないことからキャリアセンスを行ってもチャネルは空き状態であると判断
されるため，この時間内に送信要求が発生すれば，パケット同士の衝突が起こる.逆に，
t+ α の時間内にパケットの送信要求が発生しなければ，衝突は起こらずにパケットの送
信は成功することになる.
ここで，時刻 t から時刻 t+ α の聞に送信されたパケットのうち，最後に送信されたパ
ケットの送信開始時刻を t+Y とする.そして，時刻 t から時刻 t+ α の問に送信された
パケットの送信は全て時刻 t+Y +1 までに終了する.その後， α 時間後にチャネルは空
き状態であると判断されるようになる.そして，時刻 t 十 α から t+Y+l+ α までの聞
はチャネルは使用中 (Busy) であると判断される.
平均 Busy 期間を B， 平均 Idle 期間を 1， パケットが衝突なく送信される期間の平均を
U とする.このときにスループ9ツト特性は，
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図 2.1 CSMA における送信サイクノレ
(2.1) 
と表される.パケットが衝突なく送信される確率とは， Busy 期間内の始め α の期間にパ
ケットが一つも送信されない確率であるので， e一αG となる.したがって ， U は
U = e-αG (2.2) 
となる. Idle 期間の平均値は
1
一G一一一ri (2.3) 
となり， Busy 期間の平均値は，
B=l+Y+ α (2.4) 
となる.ここで， Y は Y の平均である.そして，以下に Y の分布関数を求めると，
Fy(y) 三 Pr{Y :; y} = Pr {α -y の期間に新たなパケットが一つも送信されない}
= exp{-G(α -y)} 
のようになり，上式の平均を求めると，
Y= α 一吉 (1 -e-aG) (2.5) 
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図 2.2 CSMA のスループット特性
となる.式 (2.1) に式 (2.2) ， (2.3) , (2.4) , (2.5) を代入することにより，スルーフ。ツト特
性は以下のように求められる.
s= Ge一αG-
G(l + 2α)+e αG (2.6) 
図 2.2 に CSMA の伝搬遅延時間を変化させた場合のトラフィックースループット特性を
示す.
2.2.2 隠れ端末問題と RTS/CTS 制御ならびに MACA のスループット特性
隠れ端末問題
CSMA では，送信端末は送信前に必ずキャリアセンスを行う.その結果，他の端末の
キャリアが検知された場合は，既に他の先行する送信が行われていると判断し，自端末の
送信を控える.逆に，他の端末のキャリアが検知されない場合は，どの端末も送信を行っ
ていないと判断し，新たな送信を開始する.
単一の通信チャネルを複数端末によって共有するパケット交換方式の MAC プロトコル
では，受信端末側においてパケットが衝突を起こさないように送信を制御する必要があ
る.つまり，新たな送信開始時には受信側におけるチャネル状態を判断する必要がある
が， CSMA では，送信制御を簡単にするために，送信側におけるチャネル状況のみを参
照して送信可否を決定する.そのため，送信端末と受信端末のチャネル状況が異なるネッ
トワークにおいて CSMA を用いるとパケット衝突を引き起こすことが知られており，と
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のパケット衝突は隠れ端末問題と呼ばれている [30].
隠れ端末問題によるパケット衝突例を図 2.3 に示す.同図において端末 α は端末 b との
み，端末 c は端末 b とのみそれぞれキャリアが到達する範囲に位置しているとし，端末 b
は端末 α， c のどちらのキャリアも到達する範囲に位置しているとする.このようなネッ
トワークでは，端末 α， c は互いの通信状況をキャリアセンスによって検知できないため，
相手端末が送信中にも関わらず，自端末の新たな送信を開始する可能性がある.そのよう
な場合，どちらの送信も端末 b においてパケット衝突を起こし受信に失敗してしまう.こ
のような場合，端末仏 C は互いに隠れ端末の関係にあるという.
RTS/CTS 制御
CSMA における隠れ端末によるパケット衝突を軽減するための方式として RTS/CTS
制御が提案されている.同制御は，文献 [33] の MACA において提案された制御である.
MACA では，データパケットをもっ端末が相手端末に対してこれから送信を行うこと
を知らせる RTS という短い制御用パケットを送り，相手端末は受信が可能な状態にあれ
ばこれに対する返事として CTS という短い制御用パケットを送り返す.これらの RTS と
CTS にはデータパケットの長さの情報が含まれているため，これらを漏れ聞いた端末は
このデータパケットの送信を妨害しない十分な時間待機することができる.
図 2.4を用いて， MACA における RTS/CTS 交換を用いた送信例を説明する.送信要
求の生じた端末 α は，受信端末である端末 b を宛先として送信要求を伝える RTS を送
信する. RTS を受信した端末 b は，受信可能状態にあればこれを端末 α に伝えるために
CTS を返信する.このとき，端末 α の隠れ端末である端末 c は端末 b の CTS を傍受する
ことにより，対応する DATA の送信が終了するまで新たな送信の開始を延期する.以上
のように RTS/CTS 交換では，隠れ端末によるパケット衝突を軽減することができる.
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表 2.1 MACA の状態推移表
State¥Input RTS CTS xRTS xCTS Timer Expire 
IDLE 
Trans:CTS 
19nore QUIET1 QUIET2 
WFData 
Trans:CTS 
(random) 
CONTEND 19nore QUIET1 QUIET2 τrans:RTS 
WFData 
WFCTS 
WFCTS 
τrans:Data 
QUIET2 
(2α +x+c) 
19nore 
SendData• IDLE 
QUIET1 
IDLE 
WFData 19nore 19nore QUIET1 QUIET2 
(2α +c+1 十 d)
IDLE 
QUIET1 19nore 19nore QUIET1 QUIET2 
(α 十 c)
IDLE 
QUIET2 19nore 19nore QUIET1 QUIET2 
(α+ 1 +d) 
IDLE 
MACA のスループット性能 [36]
MACA のスルーフ。ット特性について述べる.なお，以下では，前述の CSMA のスルー
プット特性と同じく，ネットワーク中の任意の 2 端末間で直接通信が可能な多数の端末か
ら構成されるネットワークにおけるスノレーフ。ツト特性を解析した文献 [36] で報告されて
いる特性について述べる.
-端末の状態推移 各端末は，パス結合された計算機とネットワークノードコントロー
ラ (NNC) から構成される(図 2.5) .計算機内に発生した送信データは，パスを介して
NNC 内の送信バッファに貯えられたのちに送信機から送信される.逆に，受信機で受信
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されたデータは NNC 内の受信バッファに格納されたのちにパスを介して計算機に送られ
る.なお，文献 [36] の解析では，理想的な条件下で議論を行うため，端末の送信と受信の
切り替え時間は O と仮定している.
ある端末に DATA の到着が完了してから，このデータパケットを認識するまでに要
する時間を d とする.また，正規化伝搬遅延 α を，最大伝搬遅延時間をパケット時間長
で、割ったものとする.さらに本節では，パケット時間長 T を単位時間として(すなわち
T=l として)考える.
MACA におけるパケット交換メカニズムを図 2.6 に示す.ある端末に RTS (CTS) が
到達してから，その端末がこの RTS (CTS) を認識して CTS (DATA) を送信するまで
に要する時間を x (c) とし，この x (c) を RTS (CTS) 認識時間と呼ぶ
RTS または CTS がある端末 S に到着した時点から，時間 z 以内にひとつまたは複数
の RTS または CTS がこの端末 S に到達した場合，これらのどのパケットも端末 S によっ
て認識されないとし，この状況を“衝突"と呼ぶ.端末 S において衝突が解消されて再び
パケットを認識できるのは，簡単のため，端末 S に最後にパケットが到着した時刻から時
間 z 後であるとする.
表 2.1 に MACA における端末の状態推移表を示す.
IDLE NNC の送信ノ〈ッファも受信ノ〈ッファも空になっている状態
CONTEND 送信ノ〈ッファに送信要求が格納されているが，かっ送信中で、ない
状態
WFCTS 
WFData 
QUIET1 
QUIET2 
CTS を待機している状態
DATA の受信を待機している状態
他端末への RTS (xRTS と表現する)を漏れ聞いたときに入る状態
xRTS を受信した端末から送信される CTS を妨げないのに十分な
時間待機する
他端末への CTS (xCTS と表現する)を漏れ聞いたときに入る状態
xCTS を受信した端末から送信される DATA を妨げないのに十分
な時間待機する.
ある端末の状態が IDLE であるときに自端末宛ての RTS を認識すると， CTS を送信
し(Trans:CTS) その直後に WFData へ状態を推移する. xRTS を認識した場合は，そ
の送信端末宛てに返信される CTS を妨害しないために QUIET1 に推移する. xCTS を
認識した場合は，その送信端末宛に送信される DATA を妨害しないために QUIET2 に
推移する.
計算機内に送信要求が発生すると，これを NNC の送信ノミッファに送り，端末は CON­
TEND 状態、になる.同時に NNC 内のタイマにランダムな値を設定 (Timer Expire 列
における (random)) するとともに，ただちにこの値の減算を開始し，タイマの値が O
13 
2.2. キャリアセンス型 MAC プロトコル
NNC 
~_Sイ113f日比二on
E- 帥r
‘ 
Receipt 
buffer 
-ーーーーーーーーーーーーー・ーーーーーー
図 2.5 端末の構成
になった時点で RTS を目的の端末へ送信する(Trans:RTS) .表中にあるように，この
CONTEND 状態での動作は IDLE と同様である.
端末の状態が WFCTS にあるときに目的の端末からの CTS の返信を認識すると，
DATA の送信を開始するほrans:Data) .表中の SendData は， DATA を送信中である
ことを表すために，便宜上設けた状態であり DATA の送信が終えるとただちに IDLE
に推移する. WFCTS 状態になってから 2α 十 Z 十 c 時間経過しても CTS が認識されない
ときは，この CTS が衝突などの原因によって失われたと判断し， IDLE に推移する.
端末 A が状態 WFData にあるときに， DATA が NNC 内の受信ノ〈ッファに正しく格納
され，さらにこれが計算機に転送されたとする.端末 A はこの一連の動作を完了するの
に十分な時間 2α +c+1+d の後に IDLE に推移する. MACA では， DATA が正しく受
信できたか否かを通知する ACK パケットを相手端末に送信しない. したがって，なんら
かの原因で時間 2α +c+1+d 内に正しい DATA が受信できない場合でも，この時間経
過後に IDLE に推移する必要がある.このように， WFData から IDLE への状態推移は，
DATA の受信が成否に関わらず行われるので， DATA を入力として考える必要はない.
状態 QUIET1 および QUIET2 は表にあるように，タイマの初期値が異なる. QUIET1 
の場合は， xRTS を出した端末が CTS を受信するのを妨げない時間，すなわち α+c 時
間待機したのちに IDLE へ推移する. QUIET2 の場合は， xCTS を出した端末がデータ
パケットを受信するのを妨げない時間，すなわち α +l+d 時間待機したのちに IDLE へ
推移する.これらの待機している聞に他端末への RTS もしくは CTS がさらに認識され
た場合はその時点から新たに QUIET1 ， QUIET2 にそれぞれ推移する.
MACA のスループット特性 [36]
任意の 2 端末間で直接通信が可能な無限個の端末から構成されるネットワークを考え
る.オファードトラフィック G を，パケット時間長あたりの新しく生起した DATA と送
信が行えずに再送信にまわされた DATA の個数の和とする.これらの DATA の生起は，
単位時間あたりに平均 G 回のポアソン分布に従うものとする.
以上の条件下において，文献 [36] では， MACA のスループ。ツト特性の上限ならびに下
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図 2.6 MACA におけるパケット交換メカニズム
限を伝搬遅延時間 α と RTS 認識時間 z の関係がそれぞれ， α > x， α 三;x である場合に
おいて，解析的に以下のように導出している.
.α >x の場合の MACA のスループット特性 α >x の場合の MACA のスループット
特性の上限 (SI[>x) ならびに，下限 (S~>x) はそれぞれ以下となる.
S'!..._~ = e-Gx(1-e-G(α-x))e-Gx 十 e-G(α+x)
一α>x 一 (Ihm印 +B2 十 B3 十忌4m印 +B5)+ 告
e-G(α+x) 
ρL ー
-uα>x 一 (B1m四十亘2 +B3 +B4mω +B5)+ 告
(2.7) 
(2.8) 
と書ける.なお，上式における ， B1m向う B1max ぅ B2 ぅ B3 ， B 4min , B4mαx ， B5 はそれぞれ以
下となる.
Blm加 = x(l -e-GX) (2.9) 
B1max = lim {(丸 +R)(l -e-GX)e-G(九+R-x)
+乞{九+ (i -1)九十 R}(l- e-GX) 
(1 -e-G(九十R-x))(l _ e-GYR)i-2e-GYR 
+{九十 (η-1)む +R}(l -e-GX) 
(1 -e-G(九十R-x))(l _ e-GYR)n-2} (2.10) 
B2 = (3α +x+c 十 1+ d)e-Gx (1 -e-G(α，-æ))e-Gx (2.11) 
B3 = (2α + x + c)e-Gα (1 -e-GX) (2.12) 
B4min = (2α+x+c)e-GX (l-e-G(α-x))(l_e-GX ) (2.13) 
B4max =仇+2x+c)e--GX(1-e-G(α x))(l_e-GX ) (2.14) 
B5 = (3α +x+c+d+1)e-G(α+x) (2.15) 
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図 2.7 CSMA, MACA のスループット特性 (α= 0.01 , x = 0.005) 
さらに，上の式 (2.10) 中の九及び YR はそれぞれ以下となる.
九二 Z ーさ (1 -e-GX) 
九 =Rーらい-GR
(2.16) 
(2.17) 
-α 三; x の場合の MACA のスループット特性 α 三 z の場合の MACA のスループット
特性の上限 (S;;<x) ならびに，下限 (S~<x) はそれぞれ以下となる.
su e-G(α+x) 
ーα壬z 一 (B1min+ 136 + 1一
一L e-G(α+x) 
ーー人ノα <x 一一 , ー
なお，上式における B6 は以下となる.
B6 ニ (2α 十 x+ c)e-Gx(1-e-Gα) 
(2.18) 
(2.19) 
(2.20) 
MACA と CSMA とのスループット比較 [36]
前述の CSMA と MACA のスループットの比較について述べる.
正規化伝搬遅延時間 α， RTS 認識時間 z をそれぞれ (α= 0.01 , x = 0.005) , (α= 
0.1 , x = 0.05) とした 2 組について CSMA および MACA のスループット特性を求め
た結果を図 2.7 と図 2.8 に示す.これらのグラフ中において， CSMA, MACAL ， 及び
MACAu はそれぞれ CSMA， MACA の下限， MACA の上限のスルーフ。ットを表す.
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図 2.8 CSMA, MACA のスループット特性 (α= 0.1 , x = 0.05) 
図 2.7 と図 2.8 の二つの図に注目する.これらの伝搬遅延時間と RTS 認識時間の相対
的な大きさは同じ (α: x = 2 : 1) であることから，両図はデータパケットの相対的な
大きさが変化したものといえる(図 2.7 の方がデータパケットが大きし、) .図 2.8 より，
低トラフィックでは MACA は CSMA と比べてスノレーフ。ット性能は低いが，図 2.7 では，
MACA は CSMA よりも全体的にほぼ上位のスループ。ット性能となる.
以上より， MACA は比較的大きなデータパケットを送信する場合に効果があることが
確認できる.
2.3 IEEE 802.11 
IEEE 802.11 は IEEE (Institute of Electrical and Electronics Engineers) によって
規定されている無線 LAN の標準規格である. IEEE 802.11 系無線 LAN 規格は現在，最
も広く普及している規格である.そのため，同規格に準拠する無線 LAN インタフェース
を用いることを前提にしたアドホックネットワークの構築に関する検討が数多くなされて
し、る.
2.3.1 IEEE 802.11 における送信制御方式 [2]
MAC 副層
IEEE 802.11 [2] において，パケットの送信制御プロトコルは MAC 副層に実装されて
いる.図 2.9 に示すように， MAC 副層は Distributed Coordinatin Function (DCF) と
Point Coordination Function (PCF) の 2 階層で構成されている. DCF は，送信制御の
基本プロトコルとして規定されており， IEEE 802.11 における全ての送信は DCF の規定
に従って送信が行なわれる. AP などの集中制御を行なう基地局が存在しない場合， DCF 
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のみに従って自律分散的な送信制御 (Contention Service) が行なわれる.これに対し，
PCF は DCF を基本とした集中制御 (Contention Free Service) を提供するために規定
される. PCF では， AP がサービスエリア内の端末の送信をポーリングにより制御する.
本論文では， AP の存在しないアドホックネットワークの性能向上について議論するため，
以下では DCF について詳述する.
DCF 
DCF は， AP などの送信を集中制御する局が存在しない場合にも，自律分散的に同
一チャネノレを複数端末間で共有できる手法として規定されている. DCF は，後述する
CSMAjCA とランタ守ムパックオフを基本制御フ。ロトコルとして規定することで自律分散
制御を実現し，これに加えて， MAC レベルのパケットロスを軽減するための (positive)
Acknowledgement 制御が規定されている.また，通信範囲外に端末が存在する場合など，
CSMAjCA によるキャリアセンス制御が機能しない状況下で発生する隠れ端末によるパ
ケットロスを軽減するために， RTSjCTS 制御も DCF にオプション規定されている.
CSMAjCA 
DCF において送信要求が生じた場合は，まずキャリアセンスにより，現在のチャネル
の使用状況について調査する.キャリアセンスの結果， DIFS (DCF Inter Frame Space) 
時間の関連続してチャネノレがアイド、ルで、ある場合は，直ちに送信を開始するが，チャネル
がビジーである場合はパックオフタイマをランダムに決定する.その後，チャネルがアイ
ドルとなり， DIFS 時間経過した後に，パックオフタイマの減算を開始する.その後，値
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が O になるまで送信を延期した後に送信を試みる.このとき，タイマ減算中に新たな送信
をキャリアセンスにより検知した場合には，タイマ減算を中断し，再度，チャネノレがアイ
ドルになるまで待機する.その後 チャネルがアイドルになると再度，中断したタイマの
減算を再開する.このようにパックオフタイマの持ち越しを行うことで，パックオフ中に
他の端末に送信が先行された場合にも，その他の端末の送信順番の入れ替わりを生じるこ
となく，各端末に均等なチャネルアクセスを提供することができる.
ランダムバックオフタイマ
DCF では，キャリアセンスの結果，チャネルがビジーであると検知した場合はパック
オフタイマを生成することにより，送信延期処理を実行する.このとき，パックオフタイ
マは，一様乱数を用いて生成されるため，送信延期処理はランダムパックオフと呼ばれる.
パックオフタイマの生成式を以下に示す.
BαckoffTime ニ RαηdomO x SlotTime (2.21) 
式 (2.21) において ， RαndomO は ， [O ， CW] の区聞から，一様乱数に従って整数を 1
つ生成する関数である.
CW は， Contention Window と呼ばれ，乱数生成範囲の上限を決定する変数であり，
CWmin:::; CW :;CWmαz の値をとる.CW は，新たなパケット送信を試みる場合に，
初期値である CWmin に設定されるが，キャリアセンスなどにより，送信を延期するた
びに増加される.式 (2.22) に，再送回数が η 回である場合の CW の計算式を示す(式
中，関数 min(αぅ b) とは引数 α ， b のうち，小さい方の値を返す関数とする) . 
CW = min((CWmin + 1) x 2n - 1, CWmω) (2.22) 
式 (2.21) ， (2.22) から分かるように， DCF におけるパックオフアルゴリズムは，その
パックオフ時間の最大値がパケットの再送回数 η に対して 2n に比例して増加することか
ら ， exponential backoff とも呼ばれる.図 2.10 に ， CWmin = 31 ぅ CWmαx= 1023 で
ある場合の CW の増加例を示す.
DCF における基本送信制御
DCF の基本となる送信制御方式を図 2.11 に示す.同方式では， physical carrier sense 
(以下，キャリアセンス)によりパケット衝突を回避する.まず，送信要求の生じた端末は
キャリアセンスにより，通信範囲内の端末が送信を行っているかどうかを調査する.キャ
リアセンスの結果，どの端末も送信中でないことがわかると， DIFS (DCF Inter Frame 
Space) 時間待機した後に DATA パケットの送信を開始する (Terminal A) .また，送信
先の端末において，正しく DATA パケットが受信された場合， SIFS (Short Inter Frame 
Space) 時間待機した後に ACK (Acknowledgement) パケットを送信する (Terminal
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B) . DATA パケットを送信した端末は一定時間待機し ACK パケットが送り返される
のを待つ. ACK パケットが一定時間内に送り返された場合は，無事に送信が終了したと
判断し一連の送信動作を完了する.逆に 時間内に ACK パケットが送り返されない場合
には DATA パケットの送信に失敗したと判断し 再度送信を試みる.再送回数の上限は
Short Retry Limit と呼ばれる値により規定されており，再送回数がその値に達した場合，
それ以上の再送は行われずパケットが破棄される.こうして，一連の送信動作が終了した
後，全ての端末は DIFS 時間待機した後に必要に応じて新たな送信動作を行う.
一方，送信要求が生じた場合でもキャリアセンスによってその他の端末が既に送信を
行っていると判断した場合には送信を一定時間延期する (Terminal C) .その場合，現在
行われている送信が終了した後にバックオフカウンタと呼ばれるタイマを生成し，タイマ
の減算を開始する.このとき，タイマが O になるまでその端末の送信は禁止される.
各パケットの送信前には IFS (Inter Frame Space) と呼ばれる待機時間を必ず設定す
るよう規定されており， DATA パケットの場合は DIFS ， ACK パケットの場合は SIFS
といったようにそれぞれ異なる IFS が設定される.これは，送信するパケットの種類に応
じた優先制御を行うためである (SIFS は DIFS よりも短いために ACK パケットの送
信は DATA パケットの送信よりも高い優先順位が与えられることになる) . 
RTSjCTS 交換を使用した DCF の送信制御方式
DCF の基本送信制御方式では，各端末は通信範囲外の端末の送信状況を調査すること
はできない.そのため，隠れ端末存在時にはパケット衝突が発生する.そのため， DCF 
では基本送信制御方式と併用することのできるオプションとして， RTSjCTS 制御をオプ
ション規定している.
RTSjCTS 交換はキャリアセンスが機能しない端末の送信状況を RTS ， CTS を傍受す
ることによって間接的に把握することができることから， DCF において RTSjCTS 交換
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は virtual carrier sense と呼ばれる.
DCF に実装された RTSjCTS 交換の送信制御方式を図 2.12 に示す.送信要求の生じた
端末 (sender) は，キャリアセンスでその他の送信が行われていないことを確認後， DIFS 
時間待機し宛先端末 (receiver) に RTS を送信する. RTS を受信した宛先端末は，これ
から DATA パケットを受信可能な状態にあれば， CTS を送信端末に送り返す.
さて， DCF では RTS と CTS の duration と呼ばれるフィールドに ACK パケットの受
信終了予定時刻が記録されている.そのため，送受信端末以外の端末 (other) が RTS あ
るいは CTS を受け取った場合は， duration フィーノレドに記録されている時刻まで NAV
(Network Allocation Vector) と呼ばれる送信延期タイマを設定する.図中の NAV(RTS)
と NAV(仁TS) は，それぞれ RTS ， CTS を受信することにより設定される NAV の長さを
示している.
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図 2.13 RTSjCTS 交換が引き起こす不必要な送信延期問題
2.3.2 IEEE 802.11 を用いたアドホックネットワークの隠れ端末対策の
課題
既存の通信インフラの存在しない環境下においてエンド端末聞の通信を実現するための
無線アドホックネットワークを CSMAjCA を基本送信制御方式とする IEEE 802.11 を
用いて構築する場合は，キャリアセンスのみでパケット衝突を回避できない隠れ端末の影
響を軽減することが必要である.
以下では， IEEE 802.11 において隠れ端末の存在に起因して発生する通信性能が低下
する三つの問題点について述べる.
RTSj仁TS 交換に起因する不必要な送信延期問題
図 2.12 に示したように， IEEE 802.11 では RTS を傍受した端末は RTS のヘッダに
記載される duration に従って，一定時間新たな送信の開始を延期する. duration には
RTS に対応する DATA ならびに ACK の返信終了予定時刻が記載されている.そのため，
RTS が送信された場合でも，対応する CTS が返信されない場合は， RTS を傍受した端
末は不必要に送信が抑制されることとなる.この状態を不必要な送信延期問題と呼び，図
2.13 を用いて詳しく説明する.
まず，端末 A が端末 B と既に RTSjCTS 交換を用いた送信を行っているものとする.
端末 C は端末 B からの CTS を傍受しているため，端末 A， B 聞の送信終了時刻まで送
信を延期している.このとき，端末 D に端末 C への新たな送信要求が生じた場合は RTS
を端末 C に送信することとなるが，端末 C は送信延期中のために CTS は返信されない.
そのため，端末 D が新たな送信を開始することはない.しかしながら，端末 D が送信し
た RTS は端末 X に傍受されることにより，端末 X は不必要に送信を延期してしまい，結
果としてスループットが低下する.
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ブロードキャスト時における受信成功率低下問題
IEEE 802.11 では，ユニキャスト時は DATA を正常に受信した端末は ACK を返信す
る.そのため，送信端末は一定時間経過後も ACK が返信されない場合には DATA を再
送することにより DATA 到達の信頼性を向上することができる.
しかしながら，ブロード、キャストは複数の端末が受信端末となるため， ACK 同士の衝
突を避けるために，受信端末は ACK を返信しない.そのため，隠れ端末が多く存在する
状況下で、パケット衝突が発生した場合，ブロード、キャストパケットは再送されず，その受
信成功率が著しく低下する.
端末聞の送信機会不公平問題
IEEE 802.11 では，各端末における次回の送信開始タイミングはランダムパックオフ
によって決定される.また，パックオフ中にその他の端末の新たな送信が開始されると，
キャリアセンスによって送信を検知した端末は現在のパックオフタイマの減算を中断す
る.その後，再びチャネルがアイドノレとなった際に先に中断したパックオフタイマの減算
を再開する.このようにバックオフタイマの持ち越し制御を行うことで，端末聞の送信順
番の入れ替わりを防ぐことができる.そのため，隠れ端末が存在しない場合，各端末は均
等にチャネノレへのアクセス権が割り当てられることになる.
ここで，隠れ端末の存在環境下において RTS/CTS 制御を使用した場合の送信例を図
2.14 に示す.隠れ端末の存在環境下において使用される RTS/CTS 制御においても，パッ
クオフ持ち越しが規定されている.図 2.14 において受信端末からの RTS あるいは， CTS 
を傍受した隠れ端末は自端末に NAV(RTS) ， NAV(CTS) を設定すると供に，パックオフ
タイマの減算を中断し次回のチャネノレアイドノレ時間まで残りのタイマを持ち越すことがで
きる.しかしながら，隠れ端末と隣接する端末であり，かつ， RTS あるいは CTS を傍受
できない端末は新たな送信が開始されたことを検知できず，パックオフタイマの持越しが
行われない.
そのため，そのような端末は送信延期中の端末に対して新たな送信を開始してしまう可
能性がある.そのような送信は相手端末において無視されるため，送信を行った端末はパ
ケット衝突が発生したと判断し，衝突に伴うパックオフ時間の増加処理が行われる.した
がって，このような場合には送信順番の入れ替わりが発生してしまう.
当然ながら，との送信順番の入れ替わりは隣接する端末間での発生トラフイツクの偏り
が存在する場合，もしくは，発生トラフィックが同等で、あっても隣接端末数の偏りが存在
する場合に頻繁に発生することになるが，そのような状況下では端末聞の送信機会に不公
平が生じる.
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結
本章では，アドホックネットワークを実現するための MAC プロトコノレとして広く検
討される代表的なコンテンション型プロトコル， CSMA を取り上げ，キャリアセンスを
用いた送信制御方式では，隠れ端末の存在がスノレープットを低下させることを示した.ま
た，隠れ端末の送信を抑制する RTS/CTS 制御について， MACA の制御方式を示した.
次に，キャリアセンスならびに RTSjCTS 制御を MAC プロトコルの要素技術として採
用する無線 LAN の標準規格 (IEEE 802.11) の制御方式を述べると供に， IEEE 802.11 
を適用するアドホックネットワークを高度化するために解決すべき問題点として，隠れ端
末の存在に起因する不必要な送信延期問題，ブロードキャスト受信率の低下問題，端末聞
の送信機会不公平問題の 3 点を明らかにした.
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第 3 章
隠れ端末の存在環境下におけるユニ
キャス卜性能向上方式
関連論文 [37-46]
3.1 緒言
本章では，キャリアセンス型 MAC プロトコルを採用する IEEE 802.11 における隠れ
端末存在時のユニキャストスループットの向上方式を提案する. IEEE 802.11 は MAC
プロトコルとして CSMAjCA を，隠れ端末対策として RTSjCTS 制御をそれぞれ実装
している. IEEE 802.11 に実装される CSMAjCA ならびに RTSjCTS 制御は， CSMA, 
MACA をそれぞれ原型とした制御手法である.
本章では，まず， CSMA, MACA 両プロトコルのスノレープット特性を比較し，
RTSjCTS 制御は本来，長い DATA 長を送信する場合により高いスノレーフo ットが得られ
るものの， IEEE 802.11 では， RTS 傍受時の送信延期時聞が長く設定されているため，
DATA 長を増加しでもあまりスループットが向上しないことを明らかにする.この問題
を解決するため， RTS 傍受時の送信延期時間を短く設定する手法を提案し，計算機シミュ
レーションにより，同手法を用いることで， IEEE 802.11 においても RTSjCTS 制御が
本来持つ DATA 長の増加に伴うスループット向上効果が得られることを明らかにする.
3.2 隠れ端末の存在割合と CSMA と MACA のスループット
特性の関係
まず本節では， IEEE 802.11 の MAC プロトコノレの要素技術となっている CSMA と
MACA のスループット特性を比較する.
2 章で述べた隠れ端末対策 RTSjCTS 制御は， DATA 長が長い場合に使用することで
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高いスループット向上の効果を発揮する方式である.このことは， RTS/CTS 制御を提案
した MACA の隠れ端末なしの環境下におけるスルーフ。ツト特性を解析した文献 [36] に
おける CSMA との比較評価からも確認できる.
しかしながら，同文献における性能評価は隠れ端末が存在しない環境下における評価で
あり，隠れ端末存在下における評価ではない.そこで，本節では， DATA 長が長い場合に
スルーフ。ツト性能向上効果が得られるとする RTS/CTS 制御のスルーフ。ット特性が隠れ
端末の存在環境下においても同様の特性となることを確認する.
なお，本節では，隠れ端末の影響のみを純粋に評価するために，平行送信可能な端末を
含まない，すなわち，任意の端末に対し，その他の端末が必ず隣接端末か隠れ端末のどち
らかとなるような評価用ネットワークを生成するアルゴリズムを提案する.次に，同アノレ
ゴリズムを用いた CSMA と MACA の隠れ端末に対するそれぞれの耐性を計算機シミュ
レーションにより評価する.
また，任意の地点からパケットが送信された場合，このパケットを受信することが可能
な範囲であるパケット受信範囲とこのパケットの送信をキャリアセンスにより検知可能な
範囲であるキャリアセンスレンジを比較すると，一般的にキャリアセンスレンジが広く設
定されることが多い [47]. しかしながら，以降，本論文では隠れ端末の影響を軽減するこ
とを目的とするため，隠れ端末によるパケット衝突が発生しやすい条件として，文献 [34]
と同じくパケット受信範囲とキャリアセンスレンジが等しく設定された場合の評価を行う.
3.2.1 隠れ端末の影響を調査するための評価用ネットワーク
無線ネットワークの表現
無線ネットワークを文献 [30] で定義される hearing graph と同様の手法で表現する.
まず，ネットワーク中の各端末をグラフ G = (V， E) のノードに対応させる(ここで V は
ノードの集合， E はエッジの集合である) .次に，任意の 2 つの端末問で双方向に通信が
可能であるとき，かっそのときに限りこれらに対応するノード U， V 聞にエッジを引く.
上記の手法を用いた場合の無線ネットワーク表現の例を図 3.1 に示す.同図 (a) におい
て，破線で示される通信範囲を持つ 5 端末から構成される無線ネットワークは，同図 (b)
に示されるグラフで表現される.
隠れ端末問題
隠れ端末問題によるパケット衝突の例とそのグラフ表現を図 3.2 に示す.このネット
ワークでは，端末 a が端末 b に送信 (Transmission 1) を行ったとしても，端末 c はこ
れをキャリアセンスで知ることはできない.そのため，端末 c は端末 b に新たな送信
任'ransmission 2) を開始してしまう可能性がある.その場合，端末 b 上で 2 つの送信ノミ
ケットは衝突し，結果としてどちらの送信も失敗する.このとき，端末 a (b) は端末 b
(a) の隠れ端末であるという.
以上のことから，隠れ端末を次のように定義する.
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図 3.2 隠れ端末問題
定義1.グラフ G = (V， E) 中の 2つのノード Xl ， X2 聞に次の条件が成り立っとき，ノー
ド Xl はノードぬの隠れ端末であるという.
(i) Xl と X2 は E ホップ離れている.
( ii) ノード引とノード X2 の両方に隣接しているあるノード u に対して，ノードれが
データを送信している.
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評価用ネットワーク生成アルゴリズム
以下は，グラフ中の任意のノード u に対して，その他のすべてのノードが隣接ノード
か，隠れ端末のどちらかであるようなグラフ G= (V， E) を生成するアルゴリズムである.
アルゴリズム中 ， H(h) は h (1 ~ h 三 181)*1個の要素を持つ集合 S の部分集合とする.
[アノレゴリズム 1]
入力:ノードの集合 V. ただし ， n ニ IVI としたとき，ある 2 以上の 2 以上の整数 p に
対して ， n = p. (h + 1) となるような自然数 h が存在.
出力:任意のノード vEV に対し h 個のノードがりの隠れ端末であり，残りの
n-h-1 個のノードがすべて υ の隣接ノードであるような η ノードから構成されるグラ
フ G=(V， E).
begin 
E= 日;
while IVI 三 2(1+ h) do 
end 
begin 
uε V; 
H(h) 三 (V ーヤ}); 
for each x ε (V -H(h) -{り}) do 
begin 
E = Eu {(りう x)};
for each u ε H(h) do 
E=EU{(uぅ x)}
end; 
V ニ V-{υ} -H(h) 
end 
h ニ 2う η ニ 6 とし，アルゴリズムを用いて生成したグラフの例を図 3.3 に示す.
以下の定理はこのアルゴリズムの正当性を証明している.
定理1. n = p . (h+ 1) (p 三 2) を満たす整数 η と h が与えられたとき，アルゴリズム
は次のような η 個のノードから構成されるグラフ G= (V， E) を生成する:任意のノード
り ξV に対して，隠れ端末の個数は h であり，その他のすべてのノーにつまり η -h-1
個のノードは，りに隣接している.
*1 任意の集合 A に対し， IAI は集合 A の要素数をあらわす.
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図 3.3 アルゴリズムによって生成されるグラフの例 (n = 6, h = 2) 
(証明)整数 p に対する帰納法により定理 1 を証明する.
p=2 の場合:この場合はアノレゴP リズム中の while ループρは一度のみ実行されることに
相当する.集合 V から任意にノードりを選択し，以下のように集合 H(h) を構成する.
H(h) = {町ぅ U2ぅ… ， Uh} 三 (V-{υ} ).
さらに，集合 R(h) を以下のように構成する . R(h) = V -H(h) -{υ}. 
ここで ， IH(h)1 = h であるので， IR(h)1 = η -h-1 ニ 2(h+1)-h-1 ニ h+1 となる.
以下では，集合{v} U H (h) U R( h) (= V) に属するすべてのノード z に対し， x から 2
ホップ先のノードが h 個存在すること，及び， x の隣接ノードが η -h-1=h+1 個存
在することを示す.
(1) ノードりに対して以下が成り立つことは，アノレゴリズムの作り方より明らかで
ある.
・ H(h) のすべてのノードは， R(h) のどのノードを経由しても，ノード同より
2 ホップで到達することができる.また，
・ R(h) のノードはすべて，ノード u の隣接ノードである.
(2) 集合 H(h) の任意のノード叫(1 三 i 三 h) に対し，
・ノードりはノード向から 2 ホップ離れていることは明らかであり，
• J ヲt: i であるようなノード Uj E H(h) (つまり，ノード Uj は H(h)-{同}に
属するノード)は R(h) 中のどのノードを経由した場合にもノードりより 2
ホップで到達する.また，
・集合 R(h) 中のすべてのノードはノード叫の隣接ノードである.
(3) 集合 R(h) 中の任意のノード η(1 三 i 三 1+ h) に対し，
・ノードりはノード η と隣接しており，
・集合 H(h) 中のすべてのノードはノード η と隣接している.また，
・ j 手 t となるようなノード rj E R(h) (つまり ， rj は集合 R(h)-{ri} の要素)
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は集合 H(h)+ {υ} 中のどのノードを経由した場合にもノード η より 2 ホッ
プで到達できる.
以上より ， p=2 の場合において，定理が成り立つことがわかる.
p =k+1 の場合 (k 三 2): p = k の場合に定理が成り立っと仮定し ， p ニ k+1 の場
合についてもこれが成立することを示す. IVI = (k + l)(h + 1) であるようなグラフ
G = (V， E) を考える.このとき集合 H(h) を以下のような集合とする.
H(h) ニ {Ul ぅ U2 ぅ…ぅ Uh} 三 (V-{り}). 
さらに，集合 R(h) を以下のように定義する.
R(h) = V -H(h) ーヤ}.
ここで， IH(h)1 = h であるので， IR(h)1 = η -h-1 = (k+1)(h+1)-h-1 = k(h+1) 
となる.
IR(h)1 = k(h + 1) ならびに仮定条件より，ノード集合が R(h)(IR(h)1 = k(h + 1)) で
あるような次の①，②を満たすグラフを構成することができる;①各ノード v E R(h) に
対し，このノードから 2 ホップ離れたノードが h 個存在する，②ほかの k(h+1)-h-1
個のノードは u の隣接ノードである.
以下では，集合 {v} UH(h) UR(h)(= V) 中のどのノード z に対しても ， x から 2 ホッ
プの端末は h 個であり，また，ノード z は n-h-1 ニ k(h+ 1) 個の隣接ノードを持つ
ことを示す.
(1) ノードりについて以下のことが成り立つのは，アノレゴリズムの作り方より明らかで
ある.
・集合 H(h) 中の任意のノードには集合 R(h) 中のどのノードを経由してもノー
ドりから 2 ホップで到達できる.
・集合 R(h) 中のすべてのノードはノードりと隣接している.
(2) 集合 H(h) 中のノード叫(1 三 i 三 h) の任意のノードに対して，
・ノード Ui は，ノードりから 2 ホップ離れていることは明らかである.
• Uj E H(h) かっ t ヂ j (つまり，ノード Uj は集合 H(h) -{同}の要素)であ
るどのノードに対しても集合 R(h) 中のノードを経由して，ノード向から 2
ホップで到達できる.
・集合 R(h) 中のすべてのノードは，ノードりならびに集合 H(h) 中のすべての
ノードと隣接している.
(3) 集合 R(h) に対する上記の (1) と (2) の条件より，集合 R(h) の任意のノード η に
対し ， R(h) -{η} 中の h 個のノードはノード η から 2 ホップ離れており，残りの
すべてのノードはノード η と隣接している.このことと，集合 R(h) のすべての
ノードはノードりと隣接している，集合 H(h) 中のどのノードも η に隣接してい
るという 2 つの事実より，集合 R(h) 中の任意のノードに対し，グラフ G のノード
のうち h 個がこのノードと 2 ホップ離れており，他のノードはこのノードに隣接し
ていることがし、える
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図 3.4 CSMA の理論式とシミュレーション結果 (α= 0.01) 
以上より ， p ニ k+1 の場合においても本定理が成り立つことが明らかlこなった. 口
3.2.2 CSMA と MACA における隠れ端末の影響調査
前述の提案アルゴ、リズムを使用した計算機シミュレーションで CSMA と MACA の隠
れ端末に対する耐性を評価する.
スループット理論式と計算機シミュレータの計算結果の比較
CSMA と MACA のトラフイツクースループット特性を，文献 [15] ならびに，本論文の
2.2.2 節で導出した理論式とシミュレータにより得られた結果を図 3.4， 3.5 にそれぞれ
示す.図 3.5 における MACAu と MACAL は文献 [36] で求められた MACA のスノレー
プットの上限値，下限値をそれぞれ示している.そのため，実際のスループット特性は両
曲線の中間値を取ることとなる.両図において，理論式とシミュレーション結果が一致し
ていることが確認できる.
隠れ端末の存在下における CSMA と MACA のスループット特性
提案アルゴ、リズムを用いてアルゴリズムの入力 η= p. (h + 1) のうち h = 10, p を
2 ， 3 ， 4 ， 5 とし，ネットワークをそれぞれ生成した.このようにして生成したネットワーク
に占める隠れ端末の割合んは
により，それぞれ 0.47 ， 0.31 , 0.23, 0.18 となる.
以降，これらの 4 種類のネットワークに隠れ端末が存在しないネットワークを加えた計
5 種類のネットワークにおいて評価を行なう.また，隠れ端末の存在割合以外にプロトコ
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図 3.5 MACA の理論式とシミュレーション結果 (α= 0.01 ぅ x = 0.005) 
ノレの性能を左右するパラメータとして，伝搬遅延時間 (α) ， RTS 認識時間 (x) を変化させ
る.ここで，伝搬遅延時間は，送信端末がパケットの送信を開始してから，受信端末にパ
ケットの先頭が到達するまでの時間であり，この長さは CSMA， MACA の両プロトコノレ
の性能に影響する.一方， RTS 認識時間は受信端末が RTS パケットの受信を開始してか
ら，それが RTS であると認識されるまでの時間であり 本論文の 2.2.2 節でも述べたと
おり，この長さは MACA の性能に影響する.
・伝搬遅延時間 α ニ 0. 1， RTS 認識時間 x = 0.05 の場合 この場合の結果を図 3.6 ， 3.7 
に示す.図 3.6 より， CSMA では，ネットワーク中にわずかな隠れ端末しか存在しない
場合でも，隠れ端末無しの場合と比較して大幅にスルーフ。ットが低下することがわかる.
これに対し， MACA は隠れ端末の増加に対し，スループットは比較的緩やかに低下する
ことが図 3.7 よりわかる.これらと同様の傾向は図 3.8 からも確認することができる.同
図は各々の隠れ端末が存在しない場合の最大スルーフ。ットでその他の存在割合の最大ス
ノレーフ。ットを正規化して求めた，最大スルーフ。ツトの変化率を示している.この結果から，
CSMA では，隠れ端末の存在割合が 18% の場合で、あっても，最大スルーフ。ットは存在割
合が O の場合の 8 割以下に低下する.逆に， MACA では存在割合が 47% の場合にも最
大スルーフ。ツトは隠れ端末なしの場合の 8 割程度の低下にとどまることが分かる.
次に，図 3.6 ， 3.7 のスループットを比較する.隠れ端末が存在しない場合の CSMA，
MACA の両プロトコルの最大スループ。ツトは，それぞれ約 0.6 ， 0.5 と若干 MACA は
CSMA に劣るがほぼ同等である.これは， MACA の RTS ， CTS 交換のオーバヘッドが
大きいためであると考えられる.そのため， MACA の隠れ端末の増加に伴うスループッ
トの低下割合は CSMA のそれと比べてやや小さくなってはいるが，どちらのプロトコル
も隠れ端末が存在する場合は最大スルーフ。ツトは 0.4程度の値と大きな差は見られない.
同様のことは，図 3.9 からも確認できる.同図は， CSMA と MACA の隠れ端末の割合の
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変化に対する CSMA と MACA の最大スループットの変化を示したものであるが，同図
からも，ほとんどの割合において CSMA と MACA のスループットがほぼ同等であるこ
とが確認できる.
-伝搬遅延時間 α= 0.01 , RTS 認識時間 x = 0.005 の場合 この場合の結果を図 3.10 ，
3.11 に示す.図 3.10 より， CSMA は図 3.6 ~同様にわずかな隠れ端末しか存在しない場
合にも大幅にスルーフ。ツトが低下していることが確認できる.一方， MACA も図 3.7 と
同様に，隠れ端末の存在割合の増加に対して，緩やかにスループットが低下している.図
3.12 の最大スループットの変化率を表す結果からも， MACA は CSMA よりも隠れ端末
の増加によるスループット低下を低く抑えていることがわかる.
図 3.10 ， 3.11 のスループットで両プロトコルを比較する.両図に示す結果から，隠れ
端末の増加に対してスループット低下を緩やかに抑える MACA が CSMA よりも高いス
ループットとなることが確認できる.このことは，隠れ端末の存在割合に対する最大ス
ループットの変化を示した図 3.13 からも確認できる.
さて，これらの結果を踏まえた上で， (a) , (b) の両シミュレーション実験で用いたパラ
メータを更に対比する.どちらの場合も， α : X = (a) 0.1 : 0.05 = (b) 0.01 : 0.005=2 : 1 
から分かるように伝搬遅延時間に対する RTS 認識時間間の相対的な大きさは同じである
が， α および z 共にデータパケット長で正規化しているので， (b) は (a) に比べてより長
い DATA を送信している場合に相当する.隠れ端末が存在しない環境における MACA
の性能を解析した本論文の 2.2.2 節では， MACA は比較的大きなデ、ータパケットを送信す
る場合に高い性能を発揮することが確認されているが，本節の 3.2.2 ， 3.2.2 のシミュレー
ション結果から，隠れ端末の存在環境下においても同様の特性となることが確認できる.
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3.3 IEEE 802.11 におけるユニキャスト性能向上方式
前節では， RTS/CTS 制御が DTA 長が長い場合にスループットが向上する特性が隠れ
端末の存在環境下においても同様になることを確認した.これを踏まえて，本節は IEEE
802.11 におけるユニキャスト性能向上方式を提案する.
IEEE 802.11 における RTS/CTS 交換は， MACA と同様に隠れ端末とのパケット
衝突を軽減することを期待して実装されているものであるが， IEEE 802.11 における
RTS/CTS 制御は MACA とは若干異なる実装がなされている.
MACA の RTS/CTS 交換では，宛先とされていない端末が RTS を受け取った場合，
これに対する CTS の予想返信時刻まで自端末の送信を禁止するタイマを設定する.その
後，この RTS に対応する CTS が受信された時点で初めて RTS/CTS 交換が成功したと
判断し，一連の送受信が完了すると予想される時刻に送信禁止タイマを更新する [36]. こ
れに対して， IEEE 802.11DCF では， RTS を受け取った時点では， RTS/CTS 交換が成
立していないにもかかわらず， RTS 受信後に直ちに一連の送受信が完了すると予想され
る時刻に送信延期タイマを設定する [55].
そこで，まず， MACA で提案された RTS/CTS 制御 [36] と IEEE 802.11 の RTS/CTS
制御 [55] のスルーフ。ツト特性を比較する.
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表 3.1 計算機シミュレーション諸元
Data Rate 1Mbps 
Communication Range 100 m 
SIFS 10μsec 
DIFS 50μsec 
Slot length 20μsec 
Contention Window Size Min: 31 , Max: 1,023 
MAC header DATA: 24, RTS: 16, 
CTS , ACK: 10 (bytes) 
Frame Check Sequence 4 bytes 
PLCP header and preamble 192μsec 
RTS j CTS Threshold 。
Payload 1024 bytes 
Packet Arrival Process Poisson Process 
N umber of Terminals 100 
Field Size 500 x 500 m 
Terminals Placement random 
3.3.1 IEEE 802.11 における RTSjCTS 制御が引き起こす不必要な送信延
期問題
IEEE 802.11 におけるパケットサイズの変化がスループットに及ぼす影響を評価する
ために計算機シミュレーションを行った結果について述べる.評価の際に使用した諸元を
表 3.1 に示す.なお，本節における評価では， 500mx500m のシミュレーションフィール
ド内に端末をランダムに配置した.シミュレーション結果を図 3.14 に示す.なお，同図
ではパケットサイズを 512byte から 3072byte まで 512byte ずつ変化させながら行ったシ
ミュレーションの最大スルーフ。ットを示している.
さて，前節に示したように， MACA における RTSjCTS 制御では DATA 長が長い場
合に最大スルーフ。ツト向上効果が得られることを確認した.しかしながら，これとは逆
に， IEEE 802.11 の RTSjCTS 制御では，図 3.14 に示す通り， DATA サイズの増加に
伴って必ずしも最大スノレーフoットが向上していないことが確認できる.特に，パケットサ
イズが 1536byte 以上の場合にはパケットサイズの増加に反して最大スノレーフ。ットが低下
していることが確認できる.この理由について以下に述べる.
IEEE 802.11 では前述のように， RTS を傍受した端末はその後の DATA 受信終了予定
時刻まで新たな送信が延期される.そのため， RTS に対する CTS が返信されない場合，
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図 3.14 IEEE 802.11 における最大スループット特性
即ち，実際には RTS に対応する DATA が送信されない場合にも RTS を傍受した端末は
不必要に新たな送信を延期してしまうこととなる.
この不必要な送信延期の発生例を図 3.15 を用いて説明する.まず，端末 S が端末 R に
対して送信を開始する場合，端末 S， R の通信範囲内に存在する端末には RTS ， CTS に
より NAV が設定される.図中の NR， Nc は RTS ， CTS によってそれぞれ NAV が設定
される端末を示している.この時，端末 S ， R の送信範囲外に存在する端末 D が図のよう
に Nc で示される端末に RTS を送信したとする. Nc には NAV が設定されているため，
当然ながら端末 D に CTS を返信することはない.結果として，端末 D からの送信は開
始されない.しかしながら，端末 Nu は端末 D からの RTS を受信した際に NAV(RTS)
が設定されているために，不必要に送信を延期してしまうが，この不必要な送信延期時間
は送信を予定する DATA サイズによって決定される.さらに， DATA サイズが長い場合
に不必要な送信延期による影響が大きくなることから DATA サイズが増加するとかえっ
て IEEE 802.11 における最大スループットが低下する場合が発生したと考えられる.
文献 [34] では，上記 Nu に相当する端末に対してさらに RTS が送信されることにより
不必要な送信延期を行う端末数が連鎖的に増加することを指摘し，ネットワークがデッド
ロック状態に陥る可能性を示している.
3.3.2 MACA 方式の NAV 設定を採用した不必要な送信延期問題の回避
IEEE 802.11 における RTSjCTS 交換が引き起こす不必要な送信延期による影響を軽
減するために提案された関連研究について述べる.
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図 3.15 RTSjCTS 制御が引き起こす不必要な送信延期問題
。
.RTS validation [34] RTS validation では， RTS によって NAV が設定されたにも関
わらず，これに対応する CTS が受信できない場合には， DATA パケットの送信をキャリ
アセンスにより調査する.この結果， DATA の送信が検知された場合には，引き続き送
信延期を続行する.しかしながら， DATA の送信が検知できない場合は，自端末が不必
要な送信延期状態にあるとして， RTS によって設定された NAV タイマを破棄する.
このように， RTS validation は不必要な送信延期に陥った端末が自らこれを回避する
という送信延期中の端末にとって能動的な解決策をとる.図 3.16 は，図 3.15 における
Nu に相当する端末がそれぞれ， IEEE 802.11DCF 標準のプロトコルを採用する場合と，
RTS validation のプロトコルを採用する場合の送信延期メカニズムを示している.同図
より， RTS validaiton によって不必要な送信延期時間を短縮できることが確認できる.
圃RTSjCTS+CRTS [56] RTSjCTS+CRTS は RTS validation と異なり，送信延期を
引き起こした端末が CRTS (Cancel RTS) パケットを送信することにより不必要な送信
延期を回避するため，送信延期中の端末にとって受動的な解決策を採用するプロトコルと
いえる.図 3.17 に図 3.15 の状況で RTSj CTS+CRTS を採用した場合の動作を示す.図
中の Nc ， D , Nu はそれぞれ図 3.15 におけるそれと同じ端末であることを示している.
今，端末 Nc は他局宛の CTS を漏れ聞いたことにより NAV(CTS) が設定されていると
する.よって，端末 Nc に向けて端末 D が RTS を送信しても，端末 Nc は NAV(CTS)
が設定されているためこれに対応する CTS を返すことはない.一方，端末 Nu は端末
D からの RTS を漏れ開き， NAV(RTS) を設定する.さて，端末 D は一定時間経過後も
CTS が端末 Nc から送り返されない場合 (CTS timeout) ，隣接端末に対して不必要な
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図 3.17 RTS / CTS+CRTS mechanism 
NAV(RTS) を設定させたと判断し，隣接端末に対して NAV(RTS) を破棄するよう CRTS
を送信する.これにより， CRTS を受け取った端末 Nu は NAV(RTS) を破棄し，不必要
な送信延期を回避する.
IEEE 802.11 における不必要な送信延期問題の詳細ならびに同問題を解決するため
にこれまでに提案されたプロトコルについて述べたが，これらのプロトコルのうち，
RTSjCTS+CRTS は新たなパケットを導入する必要があることや， RTS validation も
NAV(RTS) が設定されたときは必ずキャリアセンスを実施する必要があるため，実装す
るには IEEE 802.11DCF 標準規格に規定される MAC 状態遷移の変更が必要となる.
そこで，本論文では単純な方法で不必要な送信延期問題を解決するために， RTSjCTS 
機構を提案した MACA [33 ぅ 36] 方式の NAV 設定を IEEE 802.11 に適用することを提案
する.図 3.18 に提案する送信制御方式を示す.標準規格における RTSjCTS 交換では，
RTS , CTS を受け取った場合は durationjID フィーノレドに記録される時聞が NAV とし
て設定されるが，提案方式では， RTS を受け取った場合はこれに対応する CTS が送り返
される時間までを NAV に設定する.ここで， CTS が送り返される予定時間は， RTS を
受け取った時刻から SIFS + CTS 送信時聞が経過した時刻とする.
その後，時間内に CTS が送り返された場合は，ここで初めて RTSjCTS 交換が成立し
たと判断し， NAV を ACK パケット受信完了を予定する時刻に更新する.これとは逆に，
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図 3.18 IEEE 802.11 に MACA 方式の NAV 設定を採用した送信制御方式
CTS を受信できない場合は， RTS 受信時に設定した NAV の時刻経過後に短い時間で送
信可能状態、に移行するため，結果として不必要な送信延期問題を回避できる.
3.3.3 計算機シミュレーション
提案方式の有効性を評価するために計算機シミュレーションを行った結果について述べ
る.シミュレーション諸元は図 3.14 における評価と同様に表 3.1 とした.同表に示すと
おり，シミュレーションでは， 500mx500m のフィーノレド上に 100 端末をランダムに配置
した.
DATA サイス、を変化させた場合の最大スループット特性
図 3.19 に DATA サイズを変化させた場合の最大スルーフ。ット特性を示す.同図から，
IEEE 802.11 では DATA サイズが 1536byte 以下では DATA サイズの増加に伴い最大
スループットは上昇するが，これ以上では逆に DATA サイズの増加に反して最大スルー
フ。ツトは低下することが確認できる.一方，提案方式は全ての場合において DATA サイ
ズの増加に伴って緩やかに最大スルーフoットが増加することが確認できる.
さて， RTSjCTS 交換のみで通信を制御する MACA の特性を解析的に導出した文
献 [36] や，本論文 3.2 節で述べた隠れ端末が存在する環境下における MACA の特性を評
価しからも確認できるように， DATA 長の長い場合に本来 RTSjCTS 交換は性能を発揮
する.
これに対し，前述のように IEEE 802.11DCF は DATA サイズが一定以上の場合には
逆にスルーフ。ツトが低下してしまう.これは， DATA サイズが増加すると RTSjCTS 交
換の隠れ端末に対するパケット衝突回避の効果は得られるが， RTSjCTS 交換が失敗した
場合の不必要な送信延期期間も同様に増加してしまうためである.しかしながら，提案方
式では RTSjCTS 交換失敗時の不必要な送信延期を回避できており， RTSjCTS 交換が
本来有するスループロット向上効果を引き出すことができたと考えられる.
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図 3.19 パケットサイズ?ー最大スノレーフoット特性
端末数を変化させた場合の最大スループット特性
図 3.20 に，端末数を変化させた場合の最大スループット特性を示す.同図から，端末
数の増加はどちらの方式においても最大スループρツトを低下させるが，端末数が多い場合
に提案方式によるスループット向上効果も高くなることが確認できる.
これは，端末数が増加するに伴ってパケット衝突が増加し， IEEE 802.11 における不必
要な送信延期状態が多く発生することで，提案方式における制御が効果的に機能したため
であると考えられる.
フィールドサイズを変化させた場合の最大スループット特性
図 3.21 に，フィーノレドサイズを変化させた場合の最大スルーフ。ット特性を示す.同図
において，横軸はフィーノレドの 1 辺のサイズを示している.なお，本評価では端末数を
100 端末に固定した.
同図に示す結果から，全ての端末がお互いに通信可能な範囲に存在する 100m x 100m 
のフィールド上，即ち，隠れ端末が全く存在しない状況では， IEEE 802.11 と提案方式の
聞にスループット性能の差はないが，それ以外の隠れ端末が存在する環境下全てにおいて
提案方式は IEEE 802.11 に比べて高いスループットを獲得していることが確認できる.
トラフィックースループット特性
図 3.22 に IEEE 802.11 と提案方式のトラフィックスループット特性を示す.同図に示
す結果から，提案方式は IEEE 802.11 に比べて常に高いスループットを示すことが確認
できる.また， トラフィックが高くなるに従い，その優位性も強く現れることがわかる.
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アドホックネットワーク適用時の有効性
さて，本章では，送信 DATA サイズの変化ならびに隠れ端末の存在割合の変化にお
けるスループット特性の違いを分かりやすくするために，最大スループットによる比較
を行った. CSMA を含む多くのコンテンション方式の MAC プロトコルにおいて最大ス
ノレープットが達成されるのは送信チャネルの限界付近までトラフィックが発生する状況と
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図 3.22 トラフィックスノレープット特性
なるが，そのような状況下でアドホックネットワークが実際に利用されることは想定され
ていない.これに対して，提案方式は図 3.22 に示すトラフィックースループット特性から
も確認できるように比較的低いトラフィック時においてもその有効性が確認できることか
ら，アドホックネットワークが通常使用されるトラフイツク領域においても十分に性能を
発揮すると考えられる.
3.4 結言
本章では，キャリアセンス型 MAC プロトコノレを採用する IEEE 802.11 において，隠
れ端末存在時のユニキャストスルーフ。ツトの向上について検討した. IEEE 802.11 に実装
される RTS/CTS 制御は， MACA を原型とした制御手法であり，同制御は本来， DATA 
長が長いほど，より高い効果を発揮する制御方式である，しかし， MACA と異なる送信
延期制御が実装される IEEE 802.11 では RTS/CTS 交換失敗時の不必要な送信延期によ
り，必ずしも DATA サイズの増加に伴ってスループットが向上しないことを明らかにし
た.次に，不必要な送信延期を解決するために， IEEE 802.11 における RTS 傍受時の送
信延期時間を CTS 受信終了予定時刻までに短縮する方式を提案した.そして，計算機シ
ミュレーションによりスループットが向上することを明らかにするとともに， RTS/CTS 
制御の本来の特性である， DATA サイズの増加に伴ってスループット特性の向上を達成
できることを示した.
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関連論文 [48-54]
4.1 緒言
本章では，隠れ端末の存在環境下における IEEE 802.11 のブロードキャスト受信成功
率(以下，受信率という)を向上させる手法について検討する.
通信範囲外の端末ともマルチホップでパケットを転送することで通信を実現するアド
ホックネットワークでは，パケットの転送経路を適切に設定することがネットワークの性
能に大きく影響を及ぼすが，経路設定にはネットワークトポロジをフラッディング等によ
り把握する必要がある.この，フラッテ、イングにはブロードキャストが多く使用されるた
め，高いブロードキャスト受信率はフラッデ、イング性能に大きく影響を及ぼす.
しかしながら， IEEE 802.11 におけるブロードキャストでは， ACK による到達確認な
らびに再送制御を行わないため，隠れ端末の存在環境下ではブロードキャスト受信率が低
下することを本章でまず述べる.次に，隠れ端末の存在環境下におけるブpロードキャスト
受信率の向上を目的とした従来の関連研究が採用する制御手法を衝突回復型 CCollision
Recovery) ，衝突回避型 (Collision Prevention) の 2 種類に分類し，それぞれの特徴を
述べる.その後，再送オーバヘッドを生じずに受信率を向上できる衝突回避型に着目す
る.そして，従来の衝突回避型ブロードキャストプロトコルの問題点を挙げた後に，同問
題点、を解決するために隠れ端末の危険度を考慮、した RTSjCTS 交換をブロードキャスト
に導入することを提案し，それにより，効果的にブロードキャスト性能を向上できること
を明らかにする.
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4.2 隠れ端末の存在環境下における従来のブロードキャスト
性能向上方式
CSMAjCA を MAC フ。ロトコルに採用する IEEE 802.11 では，ネットワークに隠れ端
末が存在する場合はその影響によりスループットが大幅に低下する.そこで，ユニキャス
ト時には隠れ端末の送信を一定時間抑制するために， RTSjCTS 交換が使用される [55].
しかしながら，ブロードキャスト時には， RTSjCTS 交換ならびに ， ACK による到達確
認は行われずに CSMAjCA のみで送信が行われる [2]. そのため，隠れ端末が存在する
ネットワークでは，ユニキャストに比べブロードキャストの受信成功率は著しく低下する.
そのため，現在まで、にブロードキャスト時の受信の成功率向上を目的とした数多くのプロ
トコルが提案されている [57-62].
文献 [60] では，ブロードキャストパケットを正常に受信した端末は，送信局が設定す
るミニスロットの中からランダムに 1 スロットを選択し そのスロットに対して BACK
(Broadcast ACK) 信号を返信する方式を提案している.同方式では，ブロードキャス
ト後のミニスロット中に隣接端末数と同じ数の BACK 信号が検出されない場合は，パ
ケットを再送し受信成功率の向上を図っている.しかしながら，同方式では受信端末
がランダムに BACK を送信するミニスロットを選択するために 正しくブロードキャ
ストの送信が行われた場合でも BACK 同士が衝突すれば不要にパケットが再送される
ため，受信率向上のトレードオフとして送信オーバヘッドが増加することが指摘され
ている [61 ， 62]. そこで，文献 [61] では，ブロードキャスト送信後に ARB (Announce 
Reception of Broadcast) ならびに， NACK (Negative ACK) 信号を用いることで，不
要なブロードキャストの再送回数を抑え，送信オーバヘッドを削減する方式を提案してい
る.また，文献 [62] では，ブロードキャストするパケット中にこれを受信する端末に対し
て， BACK 信号を返信する順番を指定することで， BACK 信号同士の衝突を防ぎ，同様
にブFロードキャストの不要な再送を回避する方式を提案している.
これらの方式は，全て衝突等によって失われたパケットを再送により回復する衝突回復
型であると分類できる.同方式で、は不要な再送を軽減する方法についての議論は行われて
いるが，ブロードキャストパケットの衝突そのものを軽減する方式ではないため，隠れ端
末によるパケット衝突が多発する環境下では高い効果を期待することはできない.
一方，隠れ端末の送信を抑制するブロードキャスト方式は既にいくつか提案されてい
る [57-59]. これらの方式では，ブロードキャスト送信前に RTSjCTS 交換を行うため，
衝突を予防する衝突回避型であると分類できる.しかしながら，文献 [57 ， 58] で提案され
る BSMA (Broadcast Support Multiple Access) は， RTS 送信後に隣接端末から同時
に返信される CTS のうち，最も受信強度の強いパケットを捕捉効果によって識別できる
という前提条件の下でのみ動作するプロトコノレで、ある.
文献 [17] では，複数パケットを同時に受信した際，その中で最も受信強度が強いパケッ
トを受信対象とし，その他のパケットをノイズとして扱う場合， SN 比において 10dB 以
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上である場合にのみ捕捉効果によって受信対象が識別できるとしている.また，捕捉効果
を解析した文献 [63] では，捕捉効果によるパケットを識別可能な関値を 10dB とし，か
っ端末が一様分布する不ットワークにおいて，同時受信パケット数が 2 である場合の捕捉
効果によるパケット識別確率は約 0.55 であること，さらに，同時受信ノ〈ケット数が 5 と
なった場合は同確率が約 0.3 に低下することが報告されている.当然のことながら，捕捉
効果によるパケット識別確率は，同時受信パケット数の増加に従って低下する.以上のこ
とから， BSMA のように全ての隣接端末から同時に返信される CTS が必ず衝突を引き起
こす方式では，実際の通信システムにおける確かな動作は期待できない.
これに対して文献 [59] で提案された BMW (Broadcast Medium Window) では，複
数の CTS を同時に送信させない方式を採用する.同方式では，ブロードキャスト要求に
応じて，隣接端末の中からラウンドロビンによって選択された 1 端末とユニキャストで
RTSjCTS 交換を行った後に実際のブロードキャストを行う.ブロードキャストの受信を
妨害する隠れ端末は隣接端末からの CTS を傍受することによって送信が抑制される.し
かしながら，ここで，送信が抑制される隠れ端末はラウンドロビンによって選択された
隣接端末の周囲に位置する端末のみとなる.そのため，このラウンドロビンに基づいた
RTSjCTS 交換ではブロードキャスト受信に大きな影響を及ぼす範囲に位置する隠れ端末
の送信を優先的に抑制しているわけではないことに注意したい.
これらを踏まえ，本節では従来の IEEE 802.11 におけるブロードキャスト受信率向上
方式を衝突回復型，衝突回避型に分類し，それぞれを代表するプロトコノレについて説明
する.
4.2.1 衝突回復 CCollision Recovery) 型ブロードキャス卜プロトコル
BACK 方式 [60J は，プロードキャスト時にも BACK 信号を用いた応答確認を行うこ
とで，ブロードキャスト受信率の向上を図ったプロトコノレである.図 4.1 に示すように，
BACK 方式はブロードキャスト後に BACK window が設定される.受信端末は， BACK 
window 内のミニスロットをランダムに選択し ， BACK 信号を返信する.送信端末は
BACK 信号が検出されたミニスロット数が隣接端末数に満たない場合は，受信に失敗し
た端末がいると判断し，再送を行う.ここで， BACK 信号は単なるパルス信号であるた
め，複数の受信端末が同一スロットに BACK 信号を送信したとしてもこれを検知するこ
とはできない.そのため，図 4.1 中の破線枠で示した箇所で衝突が起こり，実際には 4 端
末が BACK 信号を送信しているにも関わらず， 3 端末からしか BACK が返信されなかっ
たと判断し不要に再送を行うという問題点が指摘されている [61 ， 62].
そこで， ARB with NACK 方式 [61] では， BACK 方式における不要な再送回数を削減
するため， ARB 信号と NACK 信号を用いる方式を提案している.同方式では，ブロー
ドキャスト後に ARB 用， NACK 用のスロットがそれぞ、れ設定され，受信に成功した端末
は ARB 信号を，失敗した端末は NACK 信号をそれぞれのスロットに送信する.ここで，
衝突によりブロードキャストパケットの送信に気づかない端末も， ARB 信号を検知する
ことで，自端末が受信に失敗したことを知り， NACK 信号を送信できる.また，送信端
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BACK window 
Sender 
図 4.1 BACK 方式
Sender 
図 4.2 ARB with NACK 方式
末は NACK を受信した場合のみ再送を行うため，不要な再送を回避できるとしている.
また， BEAM 方式 [62] では BACK 方式での不要な再送は受信端末がランダムに
BACK 信号を送信することに起因するとして，ブロードキャストするパケット中に
BACK を返信する順序を記載する方式を提案している.
4.2.2 衝突回避 CCollision Prevention) 型ブロードキャストプロトコル
BSMA 方式 [57， 58] は，ブロードキャストの前に隣接する全ての端末に対して
RTS/CTS 交換を行うことで，ブロードキャスト時の衝突を回避する.送信端末と隠れ端
末の関係にある端末は送信端末の隣接端末から返信される CTS を傍受することにより一
定時間送信を抑制される.しかしながら，同方式では全ての隣接端末が同時に CTS を返
信した場合にも，捕捉効果により最も受信強度の強し、 CTS を識別できるという前提が成
り立つ場合でのみ有効に動作する方式となっている.
これに対し， BMW (Broadcast Medium Window) 方式 [59] は BSMA 方式のような
制約を受けない方式となっている. BMW 方式は，隣接端末リスト，送信ノミッファ，受信
バッファの 3 機能を端末に実装する.同方式において，送信端末 s はブロード、キャスト
開始前に，隣接端末リストの中から 1 端末をラウンドロビンによって選択し，同端末と
ユニキャストで RTSjCTS 交換を行う. RTS パケットには，これから送信するブロード
キャストパケットのシーケンス番号が記録される. RTS を受信した宛先端末 γ は自端末
が受信可能状態にあれば， CTS パケットを返信するが， RTS パケットに記録されたシー
ケンス番号以下の値で未受信のブロードキャストパケットがあれば，その番号を記録した
CTS を返信する. CTS を受け取った s は， CTS に記録されたシーケンス番号が RTS に
記録したそれと同じ値であれば，当初の予定通りのパケットをブロードキャストするが，
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そうでない場合は， CTS に記録された値を持つパケットのブロードキャストを行う.ま
た， CTS を返信した γ がブロードキャストパケットを正常に受信した場合は，受信した
パケットのシーケンス番号を記録した ACK を返信する . s は受信ノミッファに ， r に対し
て ， ACK に記載されているシーケンス番号まで、のパケットを正常に送信したことを記録
する.送信端末は，受信ノ〈ッファを参照し全ての端末への送信成功が確認できたパケット
のみを破棄するが，それ以外のパケットは再送要求に備えて送信バッファに保持する.
以上のように， BMW 方式は再送制御も規定していることから，衝突回復型と衝突回避
型のハイブリッド型であると考えることができるが，任意のパケットの初回ブロードキャ
スト時の RTS 送信先は単なるラワンドロビンによって選択される.そのため，ブロード
キャスト受信率に影響を及ぼす隠れ端末の送信を優先的に抑制する方式であるとはいえ
ない.
4.3 隠れ端末の送信を効果的に抑制する衝突回避型ブロード
キャストプロトコル SRTS
前節で述べた衝突回復型のプロトコノレでは，不要な再送を防ぐ方式については検討され
ているものの，隠れ端末が引き起こす衝突そのものを回避することはできない.また，既
存の衝突回避型のプロトコノレは隠れ端末による衝突を回避することを目的としているもの
の，プロトコルが動作するには同時刻に複数ノミケットを受信した場合にも，そのうちのひ
とつを正しく識別する必要があることや，そうでない方式においても，効果的に隠れ端末
を抑制する手法について検討された方式で、はなかった.
そこで，本章ではこれらを踏まえ，まず， 1 度の RTSjCTS 交換で効果的に隠れ端末の
送信を抑制する衝突回避方式 SRTS CSingle RTS) について提案を行う.
SRTS では，まず，端末に隣接端末リスト，隠れ端末リストの 2 つのリストを実装する.
IEEE 802.11 において， DATA と RTS には送信元ならびに宛先端末のアドレスが記載さ
れている.そのため，どちらかのパケットを傍受することにより前述した 2 つのリストを
構成する.
具体的なリスト構成手}I債を図 4.3 を用いて説明する.
4.3.1 隣接端末リストの構成
図 4.3 に示すネットワークにおいて，端末 1 が伺端末を中心とする破線で示される通信
範囲内に存在する端末 2 が 3 に向けて送信する DATA (もしくは， RTS) を傍受したと
する.このとき， 1 はパケット中に記載される送信元アドレスを参照し， 2 が隣接端末で
あると知り，隣接端末リストに追加する.同様にして 4 を追加することで，表 4.1 に示す
ような隣接端末リストを作成する.隣接端末リストは危険度減少値を記録するフィール
ドを有するが，このフィーノレドは後述する方法によって値を設定するため，現時点では表
4.1 に示すように NULL を記録するものとする.
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隠れ端末リストの構成
隠れ端末リストは隣接端末が送信する DATA (RTS) に記載される宛先アドレスを元
に構成する.ここで，端末 1 は先ほどと同様に 2 が 3 に向けて送信する DATA (RTS) 
を傍受したとする.このとき， DATA (RTS) に記載される宛先アドレスと送信元アドレ
スより，端末 2 と 3 が隣接していることを知る.また，同時に隣接端末リストに記載のな
い端末 3 は隠れ端末であると判断し，隠れ端末リストに 3 は 2 に隣接する隠れ端末であ
ると追加する.また，端末 4 が 3 に向けて送信する DATA (RTS) を傍受することによ
り， 3 は 4 にも隣接する隠れ端末であると知り，これをリストに追記する.同様のことを
繰り返した結果，表 4.2 に示すように端末 1 の隠れ端末リストが構成される.
表 4.2 に示すように隠れ端末リストは危険度を保持するフィールドを有するが，これは
隠れ端末が送信を行うことにより，端末 1 のブロードキャストを衝突により受信できなく
なる端末数，すなわち隠れ端末の接続端末 ID フィールドに記載されている端末の数と等
しい値が記録される.
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表 4.2 端末 1 の隠れ端末リスト
|端末 ID I 接続先端末 ID I 危険度|
|3 I 2 ぅ 4 I 2 I 
|5 I 2 I 1 I 
16 I 2 I 1 I 
4.3.3 RTS の送信先端末の選択
次に，前述した 2 つのリストを利用して，ブロードキャスト前に RTS/CTS 交換を行
う相手端末を選択する手順について述べる.
送信端末は隠れ端末リストをもとに全ての隣接端末の各々について，その端末と
RTS/CTS 交換を成功させた場合に，送信を抑制することのできる隠れ端末を算出する.
例えば，表 4.1 を参照することにより，端末 1 の隣接端末は 2 ， 4 であることがわかり，
表 4.2 から 2 と RTS/CTS 交換を成功させた場合は， 2 からの CTS を傍受できるのは L
3, 5, 6 の端末であることがわかる.このうち， 1 の隠れ端末は 3， 5, 6 であることも表
4.2 より把握することができる.結果として，端末 1 と 2 が RTS/CTS 交換を成功させた
場合は，これら 3， 5, 6 の端末からの送信を抑制できるため，表 4.1 における端末 2 の危
険度減少値にはこれら 3 端末の危険度を合計した 4 を記録する.また，同様にして，表
4.1 における端末 4 の危険度減少値には 2 を記録する.
以上のようにして更新した隣接端末リストを用い，送信端末 1 は最大の危険度減少値を
持つ端末 2 を RTS の送信先端末と選択する.
4.3.4 SRTS におけるブロードキャスト送信制御
SRTS におけるブロードキャスト送信制御方式を図 4.4を用いて説明する.同図におい
て，ブロードキャスト要求の生じた端末 CSender) はキャリアセンスとパックオフの後，
自端末の隣接端末リストを参照し，最大の危険度減少値を持つ端末 CDestination) に対
して RTS を送信する. RTS を受信した Destination は受信可能状態にあれば CTS を返
信する.また， RTS を傍受した端末 CReceiver(s)) は CTS の返信を阻害しないように
CTS 受信完了予想時刻まで NAV(RTS) を設定する.ここで，提案方式では， RTS を傍
受した端末もブロードキャスト受信端末となるため， IEEE 802.11 におけるユニキャスト
時の RTS/CTS 交換と異なり， SRTS でのブロードキャスト用の RTS による NAV(RTS)
は CTS の返信を阻害しない時間までとする. CTS の返信を受信した端末は甚ちにブロー
ドキャストパケットの送信動作に移行する.
さて， CTS を傍受した端末は CTS の RA C宛先アドレス)フィールドと自端末の隣接
端末リストを参照し， CTS の宛先端末 CSender) と自端末が隣接しているかを検査する.
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図 4.4 提案方式 SRTS におけるブロードキャスト送信制御
その結果，自端末が Sender と隣接している端末 (Receiver (s ))であれば，直後に送信開
始されるブロードキャストの受信準備に移る.逆に，そうでない場合は，自端末はブロー
ドキャスト端末と隠れ端末の関係にある端末 (Hidden terminal A) であるため， Sender 
のブロードキャストを妨害しないように自端末の送信を禁止する NAV(CTS) を設定する.
以上の手順によって， SRTS は一度の RTS/CTS 交換によってブロードキャスト送信中
の隠れ端末の影響を抑制する.なお，同図において， Sender ならびに Destination と隣
接していない端末 (Hidden terminal B) の送信が抑制されないことがわかるが， SRTS 
は，前述のように算出した危険度減少値を元に，そのような端末が極力少なくなるような
端末と RTS/CTS 交換を行う方式であることに注意したい.
4.3.5 SRTS の性能評価
本章では， SRTS の有効性を評価するために計算機シミュレーションを行った結果につ
いて述べる.評価の際に使用した諸元を表 4.3 に示す.
本評価では，文献 [61] と同様に，無線チャネルにおけるフェージング、および雑音に起因
する送受信の失敗は発生しないと仮定し，パケットの送受信の失敗はパケット同士の衝突
によってのみ発生するものとした.さらに，本評価ではネットワークの端に存在する端末
などによるエッジ効果の影響を排除し，提案方式の性能を純粋に評価するために，図 4.5
において白抜きの丸で示される端末のようにフィーノレド中央に位置する端末を選択し，そ
の端末の通信範囲内で発生した事象のみをデータとして評価に用いた.
シミュレーションでは，ネットワーク中の全ての端末には指数分布に基づきランダムに
送信要求を発生させた.ここで，フィールド中央に配置した端末に発生する送信要求は全
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表 4.3 計算機シミュレーション諸元
Transmission Speed 11 Mbps 
Communication Range 100 m 
SIFS 10μsec 
DIFS 50μsec 
Slot 20μsec 
Contention Window Size Min: 31 , Max: 1023 
MAC header DATA: 24 , RTS: 16, 
CTS , ACK: 10 (bytes) 
Frame Check Sequence 4 bytes 
PLCP header and preamble 192μsec 
RTS threshold 。
Payload 1024 bytes 
Packet Arrival Process Poisson Process 
てブロードキャストパケットとして送信した.それ以外の端末に発生した送信要求はブ
ロードキャスト受信を阻害するパックグラウンドユニキャストトラフィックとして取り扱
うこととした.なお ユニキャスト時の宛先は送信元端末の隣接端末からランダムに選択
した.
またJ 本評価では，危険度に基づいた衝突回避制御の本質的な有効性を明らかにするた
めに，ブロードキャスト送信端末は危険度算出に必要となる各リストの情報を既に取得し
た状態から評価を行った.
ブロードキャスト受信率
ブロードキャスト総送信パケット数を TotalBC とし，ブロードキャスト受信端末数を
Nrecv ' ブロードキャスト総受信パケット数を Totalrecりとした場合，ブロードキャスト
の受信率 RαtiOBR を以下の式で定義する.
Totαlrp r>'1 1 
RdiOBR='uuu 
TotαlBC X Nrecv 
端末が一様分布するネッ卜ワークにおける性能評価
(4.1) 
本節では，端末が一様分布するネットワークにおける提案方式の有効性を評価した結果
について報告する.
本評価では， 500mx500m のシミュレーションフィーノレド上に 100 端末をランダムに配
置した.以降に示すグラフで用いる結果は，全て 1000 個のランダムに生成させたネット
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図 4.5 計算機シミュレーションにおけるデータ収集範囲
ワークトポロジを用いて行ったシミュレーションの結果を平均したものである.
SRTS の隠れ端末の危険度に基づく RTSjCTS 交換の有効性を評価するために，比
較対象として IEEE 802.11 の他に，前述の BSMA 方式と同じラウンドロビンによって
RTSjCTS 交換対象を選択する方式を取り上げた.尚，隠れ端末の危険度に基づく制御
の有効性を純粋に評価するため，ラウンドロビン方式における RTS/CTS 交換対象の選
択方法以外の制御は SRTS を全く同じものとした.以降のグラフ中では， IEEE 802.11 , 
ラウンドロビン方式， SRTS をそれぞれ， IEEE 802.11, SRTS (Round robin) , SRTS 
(Proposed) と記載する.
図 4.6 にトラフィックー受信率特性を示す.同図より，全てのトラフィック条件下におい
て SRTS は IEEE 802.11 ならびにラウンドロビン方式の 2 方式と比べて高いブロード
キャスト受信率を示すことが確認できる.また， SRTS は IEEE 802.11 対してトラフイツ
ク 10Mbps 時に約 2 倍の受信率を達成していることも併せて確認できる.これらから，
SRTS を用いることにより，効果的にブロードキャストの信頼性を向上できることがわか
る.また，ラウンドロビン方式に対する SRTS の隠れ端末の危険度に基づく方式の優位性
は特に高トラフィック時に高くなることもわかる.
次に送信所要時間を SRTS と衝突回復型の間で比較する. SRTS において 1 回の
ブロードキャストに要する時間 TSRTS は以下で算出できる.同式では ， RTS , CTS , 
DATA の送信に要する時間をそれぞれ RTSduration ， CTSduration , DATAduration と
し，立ヂ x slot は t 回目のバックパックオフに要する時間の期待値を示している ただ
し，再送を行わない SRTS ではバックオフも必ず初回となるため，以下の式 (4.2) に限つ
ては立ヂ=立子となる
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(4.2) 
表 4.3 の値から上式を算出すると TSRTS '" 1.8m sec となるのに対し，衝突回復型の t
回のブロードキャストに要する時間 Treco問ry は以下のようになる.
+CTSduration + SIFS + DATAduration 
(4.3) ( CW? ,.. T">' rn • T"> T T:1 n ¥ 1ωり町z =DIFS 十l ~;.. x slot + DATAduration + DIFS) x i 
同様に表 4.3 の値から上式を算出すると Treco閃rY2 ~ 3.1msec となり， 2 回のブロード
キャストでも大幅に TSRTS を上回ることが分かる.以上から， SRTS を使用することは，
送信所要時間も衝突回復型より短くできることが確認できる.
Payload や端末田置密度を変化させた場合の性能評価
本節では， Payload や端末配置密度を変化させた場合の性能評価結果を示す.
Payload を 512byte から 3072byte まで 512 ずつ変化させて行った計算機シミュレー
ション結果を図 4.7 に，ネットワーク中の端末数を 50 端末から 200 端末まで 50 端末ずつ
変化させて行った計算機シミュレーション結果を図 4.8 にそれぞれ示す.なお，両図にお
いて受信率はパックグラウンドトラフィックが 10Mbps の場合の値を示している.また，
両評価では， Payload，端末数以外の条件は前節と同ーとした.
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両図に示す結果から，全ての条件下において危険度に基づいた衝突回避制御を行う提案
方式が最も高い受信率を達成することが確認できる.
端末位置の偏りを変化させたネットワークにおける性能評価
本節では，端末位置の偏りを変化させたネットワークの性能評価結果を示す.
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• sender o receiver @ hidden terminal 
図 4.9 評価に用いたネットワークトポロジ
本評価に用いたネットワーク構成を図 4.9 に示す.同図では実際のネットワークの端末
をグラフのノードに対応させて表現している.また，ネットワーク中の任意の 2 端末がお
互いの通信範囲内に存在する場合，対応するグラフのノード間もエッジを引くことでこれ
を表現している.
以上のように表現したネットワークトポロジでは，隠れ端末の危険度に基づく
RTSjCTS 制御の有効性を評価するために， トポロジごとに隠れ端末の存在位置の偏り
を変化させている.隠れ端末の存在位置の偏りが大きなトポロジ順に並べると biased
(large) ぅ biased (medium) ぅ no biased となる.ここで， biased (large) では，特定の 1 つ
の隣接端末 (receiver) に全ての隠れ端末が隣接していることから，同隣接端末とその他
の隣接端末との聞の危険度減少値の差が最も大きくなる.次に， biased (medium) では，
biased (large) に比べて隣接端末開の危険度減少値の差が小さくなる.また， no biased 
では，全ての隣接端末はそれぞれ等しい危険度を持つ隠、れ端末とそれぞれ 2 端末ずつ隣接
するという，全ての隣接端末間での危険度減少値がまったく等しいトポロジとなる.
尚，本評価では，端末数は同図に示す合計 13 端末とし，比較は前節と同じく SRTS に
IEEE 802.11 ならびにラウンドロビン方式を加えた計 3 方式とした.
隠れ端末の存在位置の偏り大，中，なしのトポロジを用いて行った計算機シミュレー
ション結果を図 4.10 ， 4.11 , 4.12 にそれぞれ示す.これらの結果から， SRTS はどのよう
なネットワークにおいても， IEEE 802.11 よりも高い性能を発揮することが確認できる.
さらに， SRTS は隠れ端末の存在位置に偏りが存在する場合にはラウンドロビン方式よ
りも高い性能を示すこと，また，偏りが大きな場合にその優位性も大きくなることがそれ
ぞれ確認できる.しかしながら，偏りが全く存在しない場合には，両方式の聞に性能の
差は特に見られないことも確認できる.これは，偏りのないネットワークにおいては，ど
の隣接端末も等しい危険度減少値を有することから，ラウンドロビン方式によって RTS
送信先を選択する場合と SRTS を用いた方式の間で性能差が生じなかったものと考えら
れる.
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2 段階の RTSjCTS 交換で広範囲の隠れ端末を抑制する
衝突回避型ブロードキャストプロトコル DRTS
図 4.11
4.4 
これまで述べたとおり，隠れ端末の危険度に基づき RTS 送信先を決定する SRTS は，
既存の IEEE 802.11 やラウンドロビンによって RTS 送信先を決定する方式に比べて高い
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ブロードキャスト受信率を達成できることを明らかにした.
しかしながら，隠れ端末の存在位置に偏りが全く存在しない場合には，ラウンドロビン
を採用する方式との性能の差が現れないことも明らかlこなった.そこで，本節では 2 段階
の RTS/CTS 交換を用いて広範囲の隠れ端末を抑制することで，隠れ端末の存在位置の
偏りがない場合でも，高いブロードキャスト受信率を達成する DRTS CDouble RTS) 方
式の提案を行う.
DRTS における送信制御方式を図 4.13 に示す.同図に示すように DRTS では， RTSう
BRTS (Broadcast RTS) の 2 種類の RTS を使用する.まず，最初の RTS では， SRTS 
と同じ手法で決定した端末を宛先として，ユニキャストで RTS/CTS 交換を行う.
この 1 度目の RTS/CTS 交換は，ネットワーク中で最も危険度の高いエリアに存在す
る隠れ端末を抑制することを目的としているため，対応する CTS が返信されない場合は，
十分なブロードキャスト受信率が期待できないと判断し，送信端末はパックオフ状態に遷
移する.逆に， RTS に対応する CTS の返信を確認した場合は，以下のように 2 度目の
RTS/CTS 交換を行う.
2 度目の RTS/CTS 交換は， 1 度目で送信禁止を通知できなかった隠れ端末を抑制する
ことを目的として行うが，対象となる隠れ端末は 1 度目に対象となった端末と比べて危険
度の低い端末となる.
そのため，ユニキャスト RTS を繰り返し行うと，送信オーバヘッドの増大を招くため，
2 度目の RTS は複数の隣接端末を宛先としたマノレチキャストの BRTS を送信する.ここ
で， BRTS は，従来の RTS と同じフレーム形式とするが，送信先アドレスを示す RA に
はブロードキャストアドレスを設定する.従って， 2 度目の RTS/CTS 交換では，送信端
末に向けて複数の CTS が同時に返信されることとなるため，衝突により，全ての CTS を
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トフ。ロトコノレ DRTS
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R叫O間島r1st RTS ア
図 4.13 DRTS における送信制御
正しく受信することができない.そこで， 2 度目の CTS に対しては，図 4.13 の 2nd CTS 
window として示すように， CTS の返信を受け付ける期間のみを設定し，同期間内に返
信された CTS は受信等の処理を特に行わないこととする.ここで， 2nd CTS window の
長さは 1 度目の RTSjCTS 交換時に受信した CTS パケットの長さに SIFS 時間を加えた
長さとする.
ところで， 2 度目の RTS を受信した全ての端末が CTS を返信してしまうと，隠れ端末
上で CTS 同士が衝突を起こす可能性がある.例えば，図 4.9 の biased (medium) に示す
トポロジにおいて，全ての receiver が CTS を同時返信すると， 3 つの隠れ端末上で CTS
が衝突を起こし，これらの隠れ端末の送信が抑制できなくなる.そこで，隠れ端末におけ
る CTS の衝突を避けるために， 2 度目の RTS に返信する端末は BRTSreply リストに指
定された端末のみとする.ここで， BRTSTeplu リストに指定する端末は以降の節で述べ
る手続きによって決定する.
4.4.1 BRTSreply リストの決定手続き
以下に， DRTS において 2 度目の RTSjCTS 交換において， CTS を返信する端末を指
定する BRTSreply リストを決定する手続きを示す.
1. 1 度目の RTS の宛先端末とその端末の通信範囲に位置する隠れ端末を除外した
ネットワークの端末，通信リンクをそれぞれノード，エッジに対応させたグラフ
Gnetωork を作成する.
2. 上記で求めたグラフについて，隠れ端末の危険度ならびに危険度減少値を算出し，
最大の危険度減少値を持つ端末を BRTSreply リストに加える.
3. 上記に対応する端末，その端末の隠れ端末ならびに隠れ端末と隣接する端末にそれ
ぞれ対応するノードとエッジを Gnetwork から除外したグラフを，新たな Gnetωork
とする.
4. 送信端末の隣接端末に対応するノードが Gne加ork に残っている場合，手順 2 に戻
り手続きを続行する.そうでない場合は手続きを終了する.
以上のようにして決定された BRTSreply リストは周辺端末に SRTS 方式によるブロー
ドキャストによって配信することとする.
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その際は図 1 中の DATA と同じフレーム形式で送信するが，受信端末において
BRTSreply リストとその他の DATA を識別するために， Frame control 中の DATA
サブタイプを示すフィーノレドに，現在，標準規格において未使用の 1000 から 1111 のい
ずれかの番号を記載することとする.
DRTS の性能評価
端末が一様分布するネットワークにおける性能評価
本節では， 4.3.5 節と同様に端末が一様分布するネットワークにおける DRTS の有効性
を評価した結果について報告する.評価に用いた全ての条件は 4.3.5 節と同様とした.
計算機シミュレーションによって得られたトラフイツクー受信率特性を図 4.14 に示す.
同図より，どのようなトラフィックにおいても DRTS が最も高いブロードキャスト受信率
を達成することが確認できる.
次に送信所要時間を DRTS と衝突回復型の間で比較する. DRTS における 1 回のブ
ロードキャストに要する時間 TDRTS は以下で算出できる (RTS と BRTS の送信時間は
同じであるため，以下の式では両者を RTSduration で示す) . 
4.4.2 
(4.4) 
cw. TDRTS=DIFS+-z二 x slot 
+ (RTSdu叫
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表 (4.3) の値から上式を算出すると ， TDRTS C:=_ 2.5m sec となり， SRTS より若干増加
するものの 4.3.5 節に示した 2 回以上ブロードキャストする衝突回復型よりも短い所要時
間を送信できることが確認できる.
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端末位置の偏りを変化させたネットワークにおける性能評価
本節では， 4.3.5 節と同様に隠れ端末の存在位置の偏りを変化させた場合における性能
評価を行った.評価に用いた全ての条件は 4.3.5 節と同様とした.
隠れ端末の存在位置の偏り大，中，なしのトポロジを用いて行った計算機シミュレー
ション結果を図 4.15 ， 4.16, 4.17 にそれぞれ示す.
これらの図より， SRTS が最も効果を発揮していた偏りの大きなトポロジでは， DRTS 
と SRTS の聞に性能の差は見られないことがわかる.これは，図 4.9 からも分かるとお
り，一度の RTSjCTS 交換により，全ての隠れ端末の送信を抑制できるため， DRTS に
よる 2 度目の RTSjCTS 交換で新たに抑制される隠れ端末が存在しないためであると考
えられる.
しかしながら，その他のネットワークにおいては，常に DRTS が最も優れたブロード
キャスト受信率を達成することが確認できる.特に，ラウンドロビン方式に対する SRTS
の優位性が確認できなかった偏りなしのネットワークにおいても， DRTS の 2 度目の
RTSjCTS 交換によって大幅に性能が向上することが図 4.17 から確認できる.
一一=ロ結
本章では， IEEE 802.11 におけるブロードキャスト時の信頼性を向上する方式について
検討を行い，再送処理を用いずにブロードキャスト受信率を向上する方式として，まず，
隠れ端末の危険度に基づいた SRTS 方式の提案を行った.
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4.5. 結言
SRTS の有効性を評価するための計算機シミュレーション結果から， SRTS は標準規格
である IEEE 802.11 や，ラウンドロビンによって RTS 送信先を選定する方式に比べて高
い性能を達成できることを明らかにした.
しかしながら， 1 度の RTS/CTS 交換のみでブロードキャストの衝突を回避する SRTS
方式では隠れ端末の存在位置の偏りが大きな場合に大きな効果を得る反面，偏りが小さ
い，もしくは存在しない場合には，ラウンドロビン方式に対する優位性は小さくなること
も明らかにした.そこで， 2 段階の RTS/CTS 交換を行う DRTS 方式を提案し，同方式
を用いることによって，隠れ端末の存在位置に偏りが存在しない場合においてもラウンド
ロビン方式に対して常に高い性能を達成できることを明らかにした.
一方， DRTS 方式では， 2 度目の RTS/CTS 交換においてより広いエリアに向けて CTS
を送信することにより，多くの端末が送信を延期させられてしまう.そのため， DRTS の
使用により周辺端末に与える影響は大きく，頻繁に使用すると他の端末のユニキャストス
ループットの低下等を招く危険性がある.そのため，適切な Multi-hop 通信経路を構築す
るためのフラッディング等のように高い精度でブロードキャストを成功させる必要がある
場合に DRTS を使用するなど，用途を考慮したブロードキャストプロトコルの使い分け
が必要であると考えられる.
66 
第 5 章
隠れ端末の存在環境下における
MAC レベルの送信機会均等化手法
関連論文 [64-66]
5.1 緒言
本章では，隠れ端末が存在する環境下において IEEE 802.11 を用いたアドホックネッ
トワークを構築する場合の MAC レベルの送信機会を端末間で、均等化する手法の提案を
行う.
まず， IEEE 802.11 の MAC 層における端末聞の送信権割り当てを制御するランダム
パックオフ制御，ならひ、にパックオフタイマ持ち越し制御が，隠れ端末の存在環境下で機
能しないという問題点を述べた後に，そのような環境下においても端末間での送信機会の
公平性を向上する手法として，既存の IEEE 802.11 端末と混在した場合にも性能向上効
果を得ることのできる WLPB (Weighted Limited Packet Burst) 方式を提案する.そし
て，計算機シミュレーションを用いて提案方式を評価し， WLPB は既存の IEEE 802.11 
規格に比べてスループットを低減させることなく送信機会の均等化を実現できること，既
存の IEEE 802.11 規格に準拠した端末が混在するネットワークにおいても性能向上効果
が得られることを明らかにする.
5.2 バックオフアルゴリズムと送信権割り当て
IEEE 802.11 の MAC プロトコルは，衝突によりパケットが正しく受信されなかったこ
とを検知した際は再送処理に移る.その際，再度の衝突を避けるために再送タイミングは
ノミックオフアルゴリズムによって決定される.パックオフアノレゴリズムは BEB (Binary 
Exponential Back-ofi) [67] がよく使われている.現在，ノート PC をはじめとした携帯
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端末に実装されるなど，広く普及している標準規格である IEEE 802.11 [2] の MAC プロ
トコルにおいても BEB が採用されている.
BEB では，衝突が繰り返し発生した場合はチャネルが高負荷状態にあると判断し，バッ
クオフ期間を決定するための乱数発生範囲である CW (Contention Window) を増加さ
せる.逆に，送信が成功した場合はチャネルが低負荷で、あると判断し， CW を最小値に設
定する.しかしながら，パケット衝突が頻発する高トラフィック時には端末問で CW の値
のばらつきが大きくなり，端末聞に送信機会の不公平状態を生じてしまう [68].
この問題を解決するために様々な方式が提案されている. MILD (Multiplicative Inｭ
crease and Linear Decrease) [17] では， CW を BEB に比べて緩やかに増減する方式を
提案している.また，文献 [69] ， [70] では， CW のばらつきをさらに小さくするために，
端末聞で、パックオフカウンタの値を共有するバックオフカウンタコピー方式を提案して
いる.しかし，これらを含む多くの提案方式では，不公平状態を軽減するトレードオフ
としてスループット性能を低下させてしまうことが報告されている [71]. そのため，文
献 [72-75] では，不公平状態の軽減とスノレーフ。ット性能向上の両者を実現する方式の提案
が種々行われている.
これら全ての提案方式では，同一ネットワーク中の全端末が提案方式を実装するという
前提に基づいて構成されている.すなわち，広く普及する IEEE 802.11 規格の端末と混
在したネットワークではその効果を発揮できないことになる.これは，これらの方式が
パックオフアルゴリズムを改良することにより，不公平状態の軽減に対応していることに
起因する.例えば，文献 [76] で、はチャネルのビジー期間，文献 [75] はアイドル期間の長
さに基づいてそれぞれ CW の値を選択する.また，ネットワーク中でアクティブ状態に
ある端末数 [77]，自端末に割り当てられた重み [73]，もしくはそれ以外の基準 [72 ， 74ぅ 78]
で CW を決定する方式も提案されているが，総じて，送信機会を十分に得ている端末が
大きな CW 値を選択しチャネルのアイドル期間を増加させることで，その他の端末の送
信機会を増加させるという，不公平な状態にある端末にとって受動的な解決策であるとい
える.
そこで，本章では，パックオフアルゴリズムを改良することで送信機会の不公平状態
を改善する受動的な解決策ではなく，不公平状態にある端末が自端末の送信状況に応
じて適応的かつ自発的に複数ノ《ケットをパースト送信する WLPB (Weighted Limited 
Packet-Burst) 方式を提案する.同方式を用いれば，不公平状態にある端末が能動的に
自端末の不公平状態を軽減するので，既存の IEEE 802.11 端末との混在環境下において
も不公平状態の改善が期待できる.本章では，まず， BEB 方式の動作について述べた後
に， BEB を採用する既存の IEEE 802.11 における送信機会の不公平状態について議論
し，これを解決するために WLPB 方式を提案する.また，提案方式の有効性を計算機シ
ミュレーションにより明らかにする.
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表 5.1 計算機シミュレーション諸元
Data Rate 11 Mbps 
Communication Range 250 m 
SIFS 10μsec 
DIFS 50μsec 
Slot 20μsec 
Conten七ion Window Size Min: 31 , Max: 1023 
MAC header DATA: 24, RTS: 16, 
CTS , ACK: 10 (bytes) 
Frame Check Sequence A bytes 
PLCP header and preamble 192μsec 
RTS threshold 。
Payload 512 bytes 
Packet Arrival Process Poisson Process 
Number of Terminals 50 
Terminals Location random 
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図 5.1 ネットワークトポロジ
5.3 IEEE 802.11 における送信機会の均等割り当て制御
本節では， IEEE 802.11DCF において発生する送信機会の不公平状態を計算機シミュ
レーションにより示す.シミュレーション諸元は IEEE 802.11 b に従い表 5.1 に示すもの
とし，ネットワークトポロジは図 5.1 に示すものを用いた.本評価では，隣接端末数の偏
りから生じる送信機会の不公平状態の状況を調査するために同図のように端末の配置位置
によってその隣接端末数が異なるモデルを使用している.ここで，図 5.1 における， (A) , 
(B) , (C) はそれぞれ端末 4， 12, 23 の通信範囲を示しており，これらから，ネットワー
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ク中の端末は 2 台から 4 台の端末と隣接していることが確認できる.また，本節における
評価実験では，端末間での隣接端末数の偏りに起因する不公平状態のみを調査するため，
隣接端末数を除く全てのパラメータは同じものを用いている.また，本章おける全ての評
価における全てのデータは 1000 回のシミュレーション結果の平均を示す.
5.3.1 帯域使用率
端末レベルでの公平度を定量的に評価するためにネットワーク中の端末 i の帯域使用率
BVVi を次のように定義する.議論を簡単にするために，以下では，まず，ネットワーク
中の任意の端末の端末隣接端末数は等しいとする.同一四
??
(5.1) 
ここで， Tんならびに AB昨今はそれぞれ端末 i のスループットならびに割当帯域幅とす
る . ABWi は次式で導出する.
ABw.=j TThtf TTd llfωThi 
• 1 MαxThi ， if Tri > MαxThi (5.2) 
ここで， Tη は端末 i のトラフィックとし， MαxThi は理想的な状態における端末 i の
使用可能帯域幅とし，次のように定義する.
IEEE 802.11DCF では， 1 パケットを送信するために要する時間 (Ttime ) は図 5.2 に
示す通りとなる.従って，チャネルが衝突無く各端末によって理想的に使用される場合，
チャネルは図 5.2 を 1 周期とする状態が隙間無く繰り返されることとなる.また，そのよ
うな場合のチャネルの最大スループ。ット (MαxTh) は次式から求めることができる.
Dαt 五Æ<<α包:Th=
.Ltime 
(5.3) 
CWmin Ttim巴 =DIFS+ 一一一一一 +RTSduration + SIFS 2 …, .....山川
+CTSduration + SIFS + DATAdU'T叫ion
+SIFS 十 ACKduration (5.4) 
さらに，端末 t の隣接する端末数を Ni とし，端末 i が隣接する端末と公平にチャネル
を共有するとした場合， MαxThi は次式の通りとなる(前述のように，ネットワーク中
の任意の端末 j について ， Ni = 内とする) . 
MαxTh MαxThi= 一一一一一. Ni + 1 
(5.5) 
次に，端末ごとに隣接端末数が異なる一般的なネットワークについて考える.ここでは
例として図 5.1 を取り上げる.上述する端末の使用可能帯域幅では，チャネルの帯域幅を
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Ttime 
DATA 
山田
図 5.2 1 パケット送信に要する時間
式 (5.5) を基準に分配するが，このような方法では，必ずしもチャネルの帯域幅を正しく
各端末に割り当てることはできない.
例えば，図 5.1 において，端末 4 は (A) で示される範囲の端末 3 ， 4, 9 とチャネルを共
有することになるが，式 (5.5) を用いた帯域幅の分配では j+i+j=0.83 となり，チャ
ネル帯域全てが各端末に割り当てられない.逆に，端末 11 に着目した場合は (D) の範囲
の端末とチャネノレを共有することになるが，式 (5.5) を基準とした端末 11 上のチャネル
割当は t+j+t+i+t=1.05 となり，チャネノレの帯域幅を上回る割当を行うことに
なる.
従って，各端末の使用可能帯域幅の和が実際のチャネル帯域と等しくなるような割当を
行うには，単に隣接端末数のみを基準とするのではなく，ネットワーク全体のトポロジを
把握する必要がある.しかしながら， IEEE 802.11DCF においてキャリアセンスによっ
て存在を把握できるのは隣接端末のみであることや，前述の 4 章で述べた RTS ， DATA 
パケットのヘッダ情報から存在を把握できるのは 2 ホップ先の端末に限られるため，ネッ
トワーク全体のトポロジを任意の端末が自律分散的に MAC 層の情報のみで簡易に把握す
ることは難しい.
そこで，本章では，式 (5.5) を基準に算出される使用可能帯域幅を MAC 層の情報のみ
によって各端末が自律的に算出できる推定使用可能帯域幅と定義し，以降，本章の議論を
行う.
5.3.2 Fairness Index 
ネットワーク全体での端末聞の送信機会の公平度を定量的に評価する指標として
Fairness Index を使用する [79]. Fairness Index f は， η をネットワーク中の端末数と
し ， BWi (l 三 t 三 n) を端末 t の帯域使用率とした場合，以下の式で算出できる.
一(L::~=lBWi)2 hn(1 三 t 三 η)ηデ;L1BWt (5.6) 
上式において， f は 1 以下の値をとり，その値が 1 に近いほどネットワーク全体の公平
度が高い状態にあることを示す.
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平均値
分散
変動係数
5.3. IEEE 802.11 における送信機会の均等割り当て制御
表 5.2 帯域使用率の平均値と分散
IEEE 802.11 
Partially congested Fuly congested 
0.645 
0.046 
0.333 
0.513 
0.020 
0.276 
5.3.3 送信機会の不公平状態の調査
図 5.3 に IEEE 802.11DCF におけるトラフィック Fairness Index 特性を計算機シ
ミュレーションによって調査した結果を示す.同図から，高トラフィック環境下において
Fairness Index が低下することが確認できる.また， Fairness Index はトラフィックが約
0.5Mbps の場合に最低値をとることも確認できるが，この理由は次のように考えること
ができる.
まず，図 5.1 のトポロジにおいて，最もトラフィックが集中するエリアは端末 12 を中心
とするエリア (C) となる.従って， トラフィックが増加した際に最も早く輯鞍状態となる
のも同端末を中心としたエリアとなる.
さて，チャネノレが輯鞍状態にあるエリアでは，パケットの衝突が頻繁に発生することで
端末の帯域使用率が低下する.しかし，隣接端末数が少ない端末，例えば端末 0， 4, 20, 
24 等を中心とするエリアではチャネルに余裕があり，衝突による帯域使用率の低下は発
生しない.結果として，これらの端末とエリア (C) 内の端末との聞に帯域使用率の大き
な差を生じることで Fairness Index が最も低下したと考えられる.
一方で， 1Mbps 以上のトラフィックでは Fairness Index は若干回復した後に一定値を
示すことが確認できる.これは，全てのエリアで、チャネルが輯鞍状態となることで全端末
の帯域使用率が低下し，端末聞の帯域使用率の差が前述の場合と比べて小さくなるためで、
あると考えられる.
次に，これらの 2 つの状況をそれぞれ Partially congested (トラフィック 0.5Mbps) , 
Fuly congested (トラフィック 1Mbps) としてさらに詳細に調査した結果について述べ
る.図 5.4は IEEE 802.11DCF における各端末の帯域使用率を示している.同図の横軸
は図 5.1 に対応する端末番号とし，縦軸はそれぞれの端末の帯域使用率とした.なお，同
結果から求めた帯域使用率の平均値と分散ならびに変動係数を表 5.2 にまとめる.
同図より， IEEE 802.11DCF では端末聞で帯域使用率に大きなばらつきが生じている
ことが確認できる.また，帯域使用率の平均値は Partially congested の場合が高くなっ
ているものの，相対的な帯域使用率のばらつきを示す変動係数もまた Partiallycongested 
の場合に大きくなっていることが確認できる.
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送信機会均等化方式: WLPB 
本節では，スループットを低下させずに IEEE 802.11 における送信機会を均等化する
LPB (Limited Packet-Burst) 方式ならびに，端末間の偏りに対する性能低下を軽減し
た WLPB (Weighted LPB) を提案する. LPB 方式では，不公平状態にある端末が適応
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図 5.5 パケットの連続送信
的に複数ノミケットをパースト送信することで， 1 度の送信機会で複数のパケットを送信す
ることを可能とする.そのため， LPB 方式はこれまでに提案された方式が採用する受動
的な解決策とは異なり，不公平状態にある端末が自発的に自身の送信状態を改善する能動
的な解決策であるといえる.
5.4.1 複数パケットの連続送信
IEEE 802.11 における送信制御方式である DCF では，新たな送信を開始する端末は必
ずチャネルが DIFS 時間アイドルで、あることを確認する必要がある.そのため，もし任意
の端末がある送信を成功させた直後に， DIFS 時間よりも短い間隔で後続のパケットを送
信すれば，その他の端末の送信に割り込まれること無く， 1 度の送信機会で、複数のパケッ
トの送信を成功させることができる.
これに対し， IEEE 802.11 系規格の QoS を向上するために規定された規格である
IEEE 802.11e [80] における送信制御方式である EDCA (Enhanced Distributed Channel 
Access) では，一度の送信機会で、複数パケットを連続送信するためのオプションとして
TXOP (τransmission Opportunity) 制御が実装されている. TXOP 制御では，複数の
パケットを連続送信する場合は，先行するパケットの送信終了後に SIFS 時間の短い間隔
で後続するパケットを送信するよう規定している. TXOP 制御での一度の送信機会にお
ける連続送信数は TXOP Limit に設定される回数までとなっている.
この点に着目し，本章における提案方式でも，任意の端末が複数パケットを連続送信す
る場合は，図 5.5 に示すように， TXOP 制御と同様に 2 回目以降の送信開始時に SIFS 時
間のアイドソレ時間を検出することで送信を開始する. しかしながら， EDCA に対応しな
い端末においても送信機会の均等化を実現するために，パケットの連続送信適用の判断は
TXOP 制御ではなく，後述する基準によって決定する.
5.4.2 不公平状態の判別式
LPB 方式では，ネットワーク中の端末 i は各端末が自律分散的に算出する自端末の帯
域使用率 BWi と以下の式に基づいて自端末の不公平状態を判断する.ただし， α は，あ
らかじめ定める値を示し，その設定方法は後に詳しく述べる.
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?? >α: 
=α: 
<α: 
Overrun 
Sαtisfied 
Unsαtisfied 
(5.7) 
さて，式 (5.2) より，高トラフィック時においては各端末が自端末の割り当て帯域幅を
衝突なく全て理想的に使い切った場合に，低トラフィック時においては各端末に生じた送
信パケットの送信が全て成功した場合に BWi はそれぞれ 1 となることから ， 0 <α:::;1 
とする.なお，状態を判別する関値である α については後述する.
5.4.3 LPB 方式の制御方式
LPB 方式の制御方式を以下に述べる.
(1) キャリアセンスの結果から新たな送信権を獲得した端末は標準の IEEE 802.11 に従
いパケットを送信する.
(2) 上記の送信終了後，送信端末は自端末の送信状態を式 (5.7) により判断する.
(3) 上記の判断結果から，自端末が Sαtisfied もしくは Overrun である場合は，端末はそ
のまま一連の送信手続きを終了する.逆に， Unsαtisfied である場合には，次のステッ
プへ進む.
・自端末の送信バッファをチェックし，バッファにパケットが残っているかどうか
に応じて次のいずれかを実行する.
ーバッファが空でない場合:バッファの先頭にあるパケットを SIFS 時間後に
連続して送信する *1 この送信の終了後，端末は上記のステップ (2) に戻る.
ーバッファが空である場合:端末は一連の送信手続きを完了する.
以上のように， LPB 方式では白端末が不公平な状態にあると判断した場合は， ACK 受
信後に SIFS 時間で、連続するパケットの送信を開始する.なお，この際の新たな送信時に
おいても， RTS/CTS 交換により一定時間の送信を抑制する NAV (Network Allocation 
Vector) を周囲の端末に設定するため，隠れ端末の送信は抑制される.
5.4.4 重み付き LPB CWeighted LPB) 
前節で述べたように， LPB 方式は式 (5.7) を用いて状態判別を行う.ここで，図 5.4
に示した状況に LPB 方式を適用した場合を例に挙げて，状態判別式における関値 α と
LPB 方式の効果の関係について考える.
*1 5.4.1 節にも述べたとおり，新たなパケットの送信開始前に待機する期間を DIFS から SIFS に変更する
ことにより，一度送信権を確保した端末はその他の端末の送信に割り込まれること無く複数ノfケットを連
続して送信することが可能となる.
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まず， α と LPB 方式の効果の一般的な関係について考える. LPB 方式では帯域使用率
が α 以下の場合にパースト送信を行うため， α を高く設定することによりパースト送信
数を増加させることができる.しかしながら，必要以上に高い値に設定すると，十分に送
信機会を得ている端末までもがパースト送信することにより，ネットワークの公平度は逆
に低下すると考えられる.これとは逆に， α を低く設定した場合には，パースト送信数が
減少するために， LPB 方式による公平度向上効果を得ることは難しくなる.
次に，チャネル状態と α の関係について考える.まず，ネットワークの一部で、チャネル
が轄鞍状態にある Partially congested では，十分に送信機会を得ている端末の帯域使用
率は非常に高い.そのため， α を比較的高い値に設定しでも不公平状態にある端末のみに
パースト送信させることができると考えられる.
しかしながら，ネットワーク中の全てのエリアでチャネルが輯鞍状態にあるFully
congested では，十分に送信機会を得ている端末の帯域使用率も Partially congested の
場合と比べて大きく低下する.そのため，このような状況下で α の値を必要以上に高く設
定してしまうと不公平状態にある端末のみにバースト送信させることはできない.また，
前述した理由により，単純に α の値を低く設定するだけでも公平度向上効果は期待でき
ない.そのため， Fuly congested 状態では α の値を注意深く選択しなければならない.
ところが，各端末の帯域使用率は隣接端末の配置状況に起因する衝突発生確率に大き
く影響を受けるため， LPB 方式を適用する際は異なるネットワーク毎に α の値を選択す
る必要が生じる.当然のことながら，この適切な値はトポロジごとに実測によって決定す
ることもできるが，全てのネットワークトポロジに対して実測を行うことは現実的では
ない.
そこで，この問題を解決するために，本節では重み付き LPB (WLPB) 方式を提案す
る. WLPB では，隣接端末数の偏りに応じて各端末の不公平状態の判別闇値 α を変化さ
せる.隣接端末数に偏りがある場合，例えば図 5.1 において互いに隣接する端末 5 と 6 で
は，端末 5 は 6 に比べて隣接端末数が少ない.そのため，端末 5 は 6 に比べて少ない端末
との競合で容易に送信権を確保できると考えられる.したがって， WLPB では不公平状
態ι陥りやすいと考えられる端末 5 にはパースト送信を多く許可するために高い関値を，
そうでない端末 6 に対しては，逆に低い関値を設定する.
このように WLPB では，単一の闘値で全ての端末のパースト送信数を制御する LPB
とは異なり，不公平状態にある端末とそうでない端末に対し，それぞれ異なる闇値によっ
てパースト送信数を制御することで， トポロジの変化による影響を受けにくくした方式で
あるといえる.
さて， WLPB をネットワークに適用するためには端末配置の偏りを把握することが必
要となるが， MAC 層のみの情報でネットワーク全体のトポロジを把握することは困難で
ある.また， トポロジを把握するための新たな制御ノミケットを導入してしまうと， IEEE 
802.11 のみを採用する端末との互換性を失ってしまう.そのため， WLPB では隣接端末
が送信するパケットの傍受のみにより隣接端末数の偏りを推測する.
具体的には，ネットワーク中の端末 i は自端末と隣接する端末と接続する隣接端末数を
調査し，平均隣接端末数 (AvgNi ) を算出する . AvgNi は，隣接端末の RTS ， DATA を
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傍受することにより調査する.ところで， IEEE 802.11 に実装されている RTS ， DATA 
のヘッダには宛先ならびに送信元アドレスが記載されている.そのため，例えば，図 5.1
の端末 23 は端末 18 が送信する RTS (DATA) のヘッダ情報から端末 18 の隣接端末数が
4 であると知ることができる.
次に，端末 t は Ni と AvgNi を比較し ， Ni < AvgNi が成り立つ場合には，状態判別
式として，式 (5.7) に代えて以下の式 (5.8) を使用することとする.
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(5.8) 
なお，式 (5.7) と同様に 0::;α 三 1 とする.
以上のようにして， WLPB は隣接端末数の偏りから生じる送信機会の不公平状態を軽
減する.
5.5 計算機シミュレーション
本章での提案方式の有効性を計算機シミュレーションにより評価する.なお，本章にお
ける評価では，端末は移動しないものとした.また，各端末にはポアソン生起に従ってラ
ンダムに送信パケットが発生するものとし，その際の平均パケット発生間隔はシミュレー
ション時間に依存せずに一定とした.
5.5.1 LPB 方式と WLPB 方式の適用効果と闇値 α に関する性能評価
本節では， LPB 方式と WLPB 方式の適用による影響と関値 α の関係について評価す
る.ここでは， IEEE 802.11 , LPB , WLPB の 3 方式について評価する.また， LPB 方
式については闘値 α を1.0 から 0.25 まで 0.25 ずつ変化させた計 4 種類の結果について示
す.結果を示すグラフでは，これらは LPB(α) と記述する.
また， WLPB については，不必要なパケットの連続送信を軽減するために ， BWi を最
も高い値とする α =1 と設定した場合の結果について報告する.
トラフイツク変動と闇値 α の Fairness Index への影響
ここでは，図 5.1 と同じトポロジにおいてトラフィック変動に対する性能の変化を評価
する.まず， トラフィック変動に対する Fairness Index 特性を評価した結果を図 5.6 に
示す.
さて， 5.3.3 節における議論と同様にネットワーク中の一部でトラフィックが轄鞍状態と
なる 0.5Mbps 近辺の場合を Partially congested とし，ネットワーク中の全てが轄鞍状態
となるトラフィックが 1Mbps 以上の場合を Fully congested とする.図 5.6 から， 5.4.4 
節の議論と同様に， Partially congested では，全ての方式は IEEE 802.11 と同等以上の
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公平度を達成していることがわかる.これに対し，ネットワークの全てが輯鞍状態となる
Fuly congested では， LPB(0.5) と WLPB は， IEEE 802.11 よりも大きく公平度が向
上しているが，それ以外の方式の IEEE 802.11 に対する優位性は同等もしくは低下する
ことがわかる.この理由は次のように考えられる.まず， α を必要以上に高い1.0 と設定
した場合は，不公平状態にない端末までもがパースト送信を行うことにより，公平度が低
下したと考えられる.
また，これとは逆に α を必要以上に低い 0.25 と設定した場合にも公平度が低下してい
ることが確認できるが，この理由は次のように考えられる.α を必要以上に低く設定した
場合にパースト送信を行うのは，不公平状態にある端末のなかでも，特に帯域使用率が
低い端末のみとなる.任意の DATA 送信前には RTSjCTS 交換が行われるが，この際の
CTS は最大で送信端末から 2 ホップ先の端末が傍受することになる.つまり，不公平状
態にある端末であっても，帯域使用率が 0.25 以上である端末はパースト送信による送信
回数増加を期待できないが， 2 ホップ以内にフレームバーストを行う端末が存在する場合
は，その端末の RTSjCTS 交換の影響により LPB 適用によりさらに送信数が低下したと
考えられる.
次に図 5.7 に示すスループット特性を調査した結果に注目する.同図においてもやはり，
Fuly congested 状態において結果に大きな差を生じていること，また， LPB(0.5) 以外の
全ての結果は IEEE 802.11 と同等以上の性能を示していることが確認できる.
ネットワーク規模と闇値 α の Fairness Index への影響
ここでは，ネットワーク規模の変化に対する性能の変化を評価する.前節では，図 5.1
と同じ， 5 x 5 端末のメッシュトポロジで、評価を行ったが，本評価では一辺を n とする，
nxn 端末のメッシュトポロジでの結果を評価する.ここで，端末聞の距離は図 5.1 と同
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じ 230m とした.
図 5.8 ， 5.9 に Fairness Index 特性ならびに，スループット特性をそれぞれ示す.なお，
前節の結果を踏まえ，両図では闘値の違いによる性能の差がもっとも大きくなるFully
congested における結果を示している.両図に示す結果より， WLPB は全ての端末数に
おいて IEEE 802.11 に対して常に優れた公平度ならびに同等以上のスループット特性を
示していることが確認できる.
隣接端末数に対する闇値 α の影響
ここでは，隣接端末数の変化に対する性能の変化を評価する.前節までの評価では，端
末問距離は 230m としていたが，これは，全ての端末が隣に配置された直近の端末のみと
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直接通信が可能な状況で、あった.そこで，本評価では端末間距離を小さくすることにより，
直接通信可能な端末数を変化させた.なお，より多くの条件可で評価を行うために，ネッ
トワークは 1 辺を 15 端末とする計 225 端末から構成されるメッシュトポロジとした.
図 5.10 ， 5.11 に Fairness Index 特性ならびに，スループット特性をそれぞれ示す.な
お，両図の横軸は，任意の端末を起点とし，最大何端末先までの端末と直接通信が可能で
あるかを示している.つまり，横軸の値が 7 である状況は， 15x15 端末のネットワークの
中心に位置する端末は直線上の片側 7 端末，両側に位置する全 14 端末と直接通信が可能
である状態を示している.
さて，両図に示す結果からも， 5.5.1 節と同じく， WLPB は全ての隣接端末数において
IEEE 802.11 に対して優れた公平度ならひ、に同等以上のスルーフoット特性を示している
ことが確認できる.
さて，以上に述べた 5.5.1 節の議論から， IEEE 802.11 に対しての優位性の多少の違い
はあるものの，全ての条件下において α=1 と設定した WLPB は IEEE 802.11 よりも
優れた公平度ならびに同等以上のスルーフ。ット特性を示すことを確認した.
IEEE 802.11 における従来の送信機会均等化方式と提案方式の性能5.5.2 
比較
本節では， IEEE 802.11 における送信機会均等化方式として既に提案されている方式
と本章で提案を行った方式をメッシュトポロジ上で性能比較した結果について報告する.
尚，本評価では，前節での評価実験の結果で高い性能を示した WLPB 方式をその他の既
存方式と比較する.
既存方式には，スルーフ。ツト向上ならびに送信機会の不公平性の改善をともに達成でき
るとして提案された FCR (Fast Collision Resolution) 方式 [81] と，隠れ端末が存在する
マルチホップ環境下における送信機会の公平性を改善するとして提案された DFV\弓tlAC
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(Distributed Foundation Wireless Medium Access ControD 方式 [82] の 2 方式を取り
上げる.
FCR, DFWMAC 方式の概要
園FCR 方式 [81] FCR 方式では，スノレーフ。ツトを向上させるために， 自端末のバックオ
フタイマが必要以上に長いと判断した場合は同タイマを急速に減算し，短時間で送信可
能となるよう制御する.具体的には，通常， FCR においてバックオフ手続き中の端末は，
IEEE 802.11 と同様に，チャネルのアイドルを検知した場合は 1 スロットずつパックオフ
タイマを減算するが，チャネノレが CWmin X 2 スロット以上連続してアイドル状態で、ある
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場合には，アイドルを検知するたびにパックオフタイマを半分に減ずる.逆に，パックオ
フ手続き中に新たな送信を検知した場合にはチャネルが高トラフィック状態にあると判断
し，衝突確率を軽減するために自端末のパックオフタイマを 2 倍に設定する.
また， FCR は送信成功時には IEEE 802.11 と同様に CW を最小値に設定するが，
IEEE 802.11 のように一部の端末のみが連続して送信することで、チャネルを独占すること
を防ぎ，送信機会の不公平性を改善するために， Successive Packet τ'ransmission limit 
を新たに設定し，連続送信成功回数がこの設定値を超えた端末に対しては，強制的に CW
を最大値に設定し，同端末の次回の送信時間を大幅に延期させる.
田DFWMAC [82] DFWMAC 方式では，マルチホップ環境下における送信機会の公平性
を改善するために，自端末と隣接端末のチャネルの使用時間を計測する.その結果，自端
末のチャネルの使用時聞が少なければ CW を半分に減じ，そうでなければ CW を 2 倍の
値に増加させることで、端末間で、のチャネル使用時間の公平'性を向上させる.ここで，チャ
ネル使用時間を算出する際に，隠れ端末の存在に配慮するために，隣接端末から送信され
る CTS を傍受することで得られる情報を利用して，隣接端末と隠れ端末の送受信に費や
されるチャネル使用時間を推測する.
このように， DF'町MAC では，チャネル使用時間の公平性を向上することができるが，
CW の値は，チャネルのトラフィック状態とは無関係に， 自端末と隣接端末のチャネル使
用時間の大小関係のみによって増減されるため，高トラフィック環境下で、はパケットの衝
突を頻繁に発生させてしまう.
計算機シミュレーション
図 5.12 に，図 5.1 のメッシュ型トポロジにおける帯域使用率を評価した結果を示す.評
価は IEEE 802.11, WLPB , FCR, DFWMAC の 4 方式を対象とし，シミュレーション
諸元は表 5.1 と同じものを用い，全てのエリアでチャネノレが輯鞍している状態とした.な
お， FCR のみに適用される Successive Packet τ'ransmission limit は文献 [81] と同じ値
である 10 に設定した.
図 5.12 に示す結果より，帯域使用率が大幅に低下する DFWMAC 方式を除いて，残り
の 3 方式では， WLPB 方式の端末間の帯域使用率のばらつきが最も小さいことが確認で
きる.
これに対し， FCR では帯域使用率の最大値と最小値の差が IEEE 802.11 に比べ逆に大
きくなっていることがわかる.この理由は次のように考えられる. FCR では，端末間で
の隣接端末数の偏りへの対応はプロトコノレ上特に考慮、されておらず，送信機会の公平化に
関しては，前述のように単に連続送信ノ《ケット数のみで制限している.これに加え， FCR 
ではアイドルスロットが連続する場合，急速にパックオフタイマが減少するが，隠れ端末
などのキャリアセンスが行き届かない端末がパケットを送信している場合でもキャリアを
検知しなければ急激にパックオフタイマは減少する.結果として，隠れ端末の送信回数が
多くなる高トラフイツク時には， IEEE 802.11 以上に端末間での送信機会の公平性が悪化
したと考えられる.
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また， DFV\市在AC では，端末間の大きなばらつきを生じていないが， IEEE 802.11 と
比べて大幅に帯域使用率が小さくなっていることが確認できる.これは，前述のように，
DFWMAC はトラフィック状態とは無関係に CW の値を増減させるために，チャネノレが
輯鞍してる状態ではこのような制御方式ではパケット衝突を頻発させてしまい，結果とし
て全ての端末の帯域使用率が低下してしまったと考えられる.
さて，表 5.3 に 4 方式における帯域使用率の平均値と分散ならびに変動係数を示す.こ
の結果からも，帯域使用率の平均値が大幅に低下する DFV\市1AC 方式を除く 3 方式にお
いて端末間の帯域使用率の相対的なばらつきを示す変動係数は WLPB が最小となってい
ることが確認できる.
次に，様々なトラフイツク状態における公平性の変化を明らかにするために， トラフイツ
ク Fairness Index 特性を図 5.13 に示す.同図において，横軸はネットワーク中の全ての
端末に生じたトラフィックの総和としている.同図に示す結果より，全ての方式は高トラ
フィック時において大きく Fairness Index が低下することが確認できる.また，どのよう
なトラフィック量が発生している場合にも WLPB と DFV\市1AC はその他の方式に比べ
て常に高い公平度を示していることが確認できる.
図 5.14 にトラフィックースルーフ。ット特性を示す.同図の結果から， WLPB 方式は，既
存方式である IEEE 802.11 と常に同等のスループット性能を有することが確認できる.
これとは逆に，図 5.13 において，高い Fairness Index 特性を示していた DFV\市1AC の
スループット特性は IEEE 802.11 と比べて大きく低下していることも確認できる.
以上の結果から， WLPB 方式は IEEE 802.11 と比べてスループットを低下させること
無く，効果的にネットワーク全体の送信機会の公平度を向上できることがわかる.
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表 5.3 4 方式の帯域使用率の平均値と分散
IEEE 802.11 WLPB FCR DFV\市1AC
平均値 0.514 0.537 0.417 0.267 
分散 0.022 0.012 0.022 0.0002 
変動係数 0.289 0.204 0.356 0.053 
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図 5.13 メッシュトポロジにおけるトラフィック-Fairness lndex 特性
表 5.4 WLPB と IEEE 802.11 が混在する場合の帯域使用率の平均値
IEEE 802.11 WLPB 
25% 50% 75% 100% 
平均値 0.721 0.722 0.722 0.734 0.740 
5.5.3 IEEE 802.11 端末との混在環境下における性能評価
本節では，不公平状態改善方式である WLPB ， FCR, DFV\市1AC の 3 方式がそれぞ
れ既存の IEEE 802.11 端末と混在するなネットワーク環境下において性能を評価した結
果を示す.具体的には， 25 端末を 1000m x 1000m のフィールド上にランダムに配置し，
IEEE 802.11 端末がネットワーク上に混在する状況について調査した.
本節におけるグラフに示す 1 プロットのデータはこれまでと同様に 1000 回のシミュ
レーション結果の平均値としている.なお，計算機によってランダム配置された端末の平
均隣接端末数は 3.762 であり，隣接端末数の分散は 3.960 で、あった.また，以降で示す図
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表中において，方式名付%)と示した場合は，同方式を採用する端末の存在割合が x% で
あることを示している.具体的には， WLPB(x%) は，ネットワーク中に占める WLPB
方式を採用する端末の割合が x% であることを示すと同時に， 100 -x% の端末は IEEE
802.11 方式を採用する端末であることを示している.
まず，図 5.15 に WLPB 方式と IEEE 802.11 が混在する場合のトラフィック-Fairness
Index 特性を示す.同図に示す結果より，ネットワーク中にどのような割合で WLPB 方
式が存在した場合にも， IEEE 802.11 端末のみから構成されるネットワークと比べて
Fairness Index が向上することがわかる.また， WLPB 方式の割合が増加するに従い，
Fairness lndex の{置も高くなることがわかる.
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次に，図 5.16 に WLPB 方式と IEEE 802.11 が混在する場合のトラフィックースルー
プット特性を示す.同図からも，どのような割合で WLPB 方式を採用する端末が存在し
た場合にも， IEEE 802.11 のみのネットワークと同等以上のスルーフ。ツト性能が確保で
きていることが確認できる.また，表 5.4に示す帯域使用率の平均値からも， WLPB の
帯域使用率の平均は低下していないことが確認できる.
図 5.17，図 5.18 に FCR と IEEE 802.11 が混在する場合のトラフィック-Fairness
Index 特性ならびにトラフィックースループット特性をそれぞれ示す.図 5.17 より， FCR 
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図 5.18 FCR と IEEE 802.11 が混在する場合のトラフィックースループット特性
表 5.5 FCR と IEEE 802.11 が混在する場合の帯域使用率の平均値
平均値
IEEE 802.11 FCR 
25% 50% 75% 100% 
0.688 0.652 0.582 0.387 0.721 
表 5.6 DF~店t1AC と IEEE 802.11 が混在する場合の帯域使用率の平均値
平均値
IEEE 802.11 DF"司!IAC
25% 50% 75% 100% 
0.690 0.6530 0.592 0.385 0.517 
のみでネットワークが構成される場合を除き，全ての混在割合の結果において FCR が揖
在することにより IEEE 802.11 のみのネットワークよりも Fairness が低下することが確
認できる.また，これとは逆に，図 5.18 から， FCR のみで構成される場合以外のネット
ワークではスループットが上昇していることが確認できるが， Fairness 特性の改善ならび
に IEEE 802.11 と同等以上のスループットを両者ともに満たすことができないと確認で
きる.
表 5.5 に示す帯域使用率の平均値から， FCR の存在割合が高いネットワークの帯域使
用率が小さいことがわかる.これは，図 5.18 に示す結果と相反する結果であるかのよう
に見受けられるが，この理由は次のように考えられる.
式 (5.1) に示した帯域使用率の定義では，その値は各端末の隣接端末数を考慮した割当
帯域幅 (ABWi ) に対する各端末のスループットであるとした.そのため，実際の端末ス
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図 5.20 DFWMAC のランダムトポロジにおけるトラフィックスループット特性
ノレープットが低い端末であっても，隣接端末数が多ければその端末の帯域使用率は大きく
なる.したがって，図 5.18 ならびに表 5.5 に示した結果のように，ネットワーク全体の
スループットが高いにも関わらず，帯域使用率の平均値が低い理由は， FCR が混在する
ネットワークは， IEEE 802.11 のみで構成されるネットワークと比べて，害IJ当帯域幅の小
さい端末(隣接端末数の多い端末)の帯域使用率が小さく，また，割当帯域幅の大きな端
末(隣接端末数の少ない端末)の帯域使用率が比較的大きかったためで、あると考えられる.
このことは，送信機会の公平度を示した図 5.17 の結果において， FCR の混在するネット
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表 5.7 IEEE 802.11 端末との混在環境下における Fairness lndex (Tra伍c= 1Mbps) 
混fr~ I WLPB FCR DFWMAC 
25% 0.761 0.586 0.809 
50% 0.777 0.604 0.810 
75% 0.789 0.699 0.803 
100% 0.798 0.814 0.881 
ワークでは Fairness Index が低下していることからも確認できる*2
図 5.19，図 5.20 に DF\\司!IAC と IEEE 802.11 が混在する場合のトラフィック -Fairness
Index 特性ならびにトラフィックースループット特性をそれぞれ示す.
まず，図 5.19 に示す結果からは， DFWMAC がどのような条件で混在する場合にも
IEEE 802.11 のみで構成されるネットワークよりも高い Fairness を達成できることが確
認できる.しかしながら，図 5.20 に示す結果から， DFWMAC が混在する場合には，ど
のような場合にも IEEE 802.11 に比べてスループットが低下してしまうことも確認でき
る.これらから，前述の FCR の場合と同じく， DFWMAC が既存方式と混在する環境下
では， Fairness 特性の改善ならびに IEEE 802.11 と同等以上のスルーフ。ットを両者とも
に満たすことができないと確認できる.
表 5.6 に帯域使用率の平均値を示す.なお，同表に示す帯域使用率の平均値と図 5.20
に示すスノレーフoットの大小関係が相反するように見受けられるが，その理由は，前述の表
5.5 ならびに図 5.18 の場合と同じであると考えられる.
さて，各方式の 1Mbps トラフィック時の Fairness Index を表 5.7 にまとめる.
同表ならびに，本節に述べた結果から， IEEE 802.11 端末とどのような割合で混在する
ネットワーク環境下においても， WLPB 方式はその他の既存方式に比べて高い性能を発
揮することが確認できるが，その理由は， WLPB 方式は従来の不公平状態の不公平状態
にある端末にとって受動的な改善方式と異なり，不公平状態にある端末が，複数ノミケット
の連続送信により自端末の不公平状態を能動的に解消するとし、う方式を採用するためであ
ると考えられる.
5.6 結言
本章では， IEEE 802.11 のパックオフアノレゴリズムとして広く採用されている BEB 方
式において，送信順番の入れ替わりを防ぐパックオフ持ち越し制御が機能しないことに起
因して隠れ端末の存在環境下における送信機会の不公平状態が発生することを明らかに
*2 5.4.4節にも述べたとおり，隣接端末数の少ない端末はもともと送信権を獲得しやすい端末であるといえ
るが，そのような端末が FCR 適用によってさらに多くの送信機会を得ることによって Fairness lndex 
が低下したと考えられる.
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し，それを軽減する方式として， WLPB 方式の提案を行った.
WLPB 方式の有効性を評価するために行った計算機シミュレーション結果から，同方
式は IEEE 802.11 と比べてスルーフ。ットを低下させること無く，効果的に送信機会の公
平度を向上できることを明らかにした.さらに， WLPB 方式は送信機会の不公平状態に
ある端末が能動的に自身の状態を改善するという方式を採用しているため， IEEE 802.11 
端末が混在するネットワークにおいても，その効果を発揮することも明らかにした.
また， LPB はパケットの連続送信の判断条件を決定する α をネットワークの規模， ト
ラフィック条件等に応じて適切に設定することが必要で、あったが， WLPB ではどのよう
な条件下においても α=1 と設定することで， IEEE 802.11 に対して優れた送信機会均
等化を達成することを確認した.つまり， WLPB は LPB における α のネットワークの
諸条件を考慮した設計と設定を必要とせずに，仮想的に最適化された送信機会均等化性能
を達成する方式であると考えられる.
さらに，本章では全ての端末に等しく送信機会を与える方法について検討を行ったが，
連続送信の適用は不公平状態の判別式を用いて行っていることから，この値を変更する
ことにより，端末ごとに異なる送信帯域を割り当てることも可能である.そのため，マル
チホップ通信を行う際に，複数ネットワークに接続するゲートウェイ端末や多くの通信フ
ローの中継経路に選択される端末により多くの送信機会を適応的に割り当てるといった際
にも WLPB 方式を利用するととは有効であると考えられる.
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企士幸会
11‘ロロ聞
本論文は，筆者が広島国際大学在職中ならびに，大阪大学大学院工学研究科電気電子
情報工学専攻在学中に行った，キャリアセンス型 MAC プロトコルを用いたアドホック
ネットワークの隠れ端末対策に関する研究をまとめたものである.以下に，本研究で得ら
れた成果を総括して述べる.
1. CSMA/CA を基本送信制御方式とする IEEE 802.11 を用いてアドホックネット
ワークを構築する場合は，キャリアセンスのみでパケット衝突を回避できない隠れ
端末の影響を軽減することが必要であることを述べた.これに対し， (1) RTSjCTS 
交換に起因する不必要な送信延期問題を解決すること， (2) 通信経路構築に用いる
ブロード、キャストの受信率を向上すること， (3) 端末間での送信機会不公平問題を
解決することが課題であることを明らかにした.
2. IEEE 802.11 ではアドホックネットワークに代表されるマルチホップ環境下では，
RTSjCTS 交換が失敗することによって， RTS を傍受した端末が不必要な送信延
期状態に陥り，スループットの低下が起こる.不必要に送信を延期する時間は送
信予定の DATA 長の増加に伴って増加する.そのため，本来， RTSjCTS 交換
は DATA 長の長い場合にスループット向上効果を発揮するにも関わらず， IEEE 
802.11 では DATA 長の増加に伴って必ずしもスループットが上昇しない場合があ
ることを明らかにした.
そこで， RTS 傍受時の送信延期時間を RTS に対応する CTS の返信終了時刻ま
でに短縮する方式を新たに提案し，計算機シミュレーションにより，スループットを
向上できることを明らかにした.また，提案方式を採用することにより RTSjCTS
制御が本来有する特性である， DATA 長の増加に伴ってスループットが向上する
特性を提案方式によって達成できることを明らかにした.
3. アドホックネットワークにおいてマルチホップ通信を実現するためには通信経路の
構築が必要である.通信経路の構築には周辺端末の存在状況の調査が必要となり，
その調査にはブロードキャストが用いられることが多いが，適切な通信経路を構
築するためには高いブロードキャスト受信率が必要となる.しかしながら， IEEE 
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802.11 のブロードキャストはキャリアセンスのみで送信が制御され， ACK 等を用
いた損失パケットの再送制御は行われない.そのため，隠れ端末の存在環境下で
は，ブロードキャスト受信率が低下することを述べた.
そこで，これを解決するために，ブロードキャスト端末が隠れ端末の存在状況を
調査し，パケット衝突が発生する危険度の高いエリアに向けて送信抑制のための
CTS パケットを送信するという，隠れ端末の危険度に基づいた RTS/CTS 交換を
ブロードキャスト前に実施する SRTS 方式を提案した.
計算機シミュレーション結果から， SRTS は IEEE 802.11 ならびに，ラウンド
ロビンによって RTS/CTS 交換をブロードキャスト前に実施する方式と比較して
高いブロードキャスト受信率を達成可能であることを明らかにした.
さらに，隠れ端末の存在位置に偏りが小さい場合における性能を向上するため
に， 2 段階の RTS/CTS 交換で広範囲の隠れ端末の送信を抑制する DRTS を提案
した.計算機シミュレーション結果から， DRTS は隠れ端末の存在位置の偏りが小
さな場合にもブロードキャスト受信率を大きく向上できることを明らかにした.
4. CSMA/CA はランダムパックオフとバックオフ持ち越し制御により各端末に送信
権を割り当てる.しかしながら，隠れ端末の存在環境下では RTS もしくは CTS
を傍受したことで送信延期中の端末が存在することによりバックオフ持ち越し制御
が機能しない場合がある.
そこで， RTS/CTS 制御の使用時にも各端末の送信機会の公平度を向上する手法
として WLPB を提案した. WLPB は，各端末が自律分散的に自端末の推定使用
可能帯域幅を算出し，この帯域幅対する実際の帯域使用率を向上するように送信を
制御する.また， WLPB では，不公平状態に陥った端末のみが自律的に複数送信
を連続送信するので， IEEE 802.11 標準規格を採用する端末との混在下において
も特性の改善が可能である.
計算機シミュレーションにより， WLPB は IEEE 802.11 端末の混在割合に関わ
らず，その導入によりスループットを低下させずに Fairness が向上できることを
明らかにした.
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