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Tato diplomová práce analyzuje problematiku elektronizace státní správy, která 
je v posledních letech výrazně podporována, především díky dotacím z Evropské unie. 
Praktická část se pak zaměřuje na konkrétní příklad integrace technologického centra na 
vzorový městský úřad, včetně vázanosti s dalšími projekty typu spisové služby a vnitřní 
integrace úřadu. 
  













This thesis analyzes the issue of computerization of state administration, which 
has been strongly supported in recent years, thanks to subsidies from the European 
Union. The practical part is based on a concrete example of the integration model of 
municipality technological centre, including other projects such as records service and 
department integration. 
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1 Úvod 
Ve své diplomové práci bych se chtl primárn vnovat problematice 
elektronizace veejné správy, což je pojem v poslední dob velmi aktuální. A to 
nejenom díky dotacím Evropské unie, které umožuji jednotlivým institucím nejenom o 
efektivnjším elektronickém zpracování dat uvažovat, ale také jej realizovat. Vždy
vzpomeme si, jakým zpsobem probíhal kontakt obana s úady ped njakými 8 nebo 
10 lety. Termíny, jako e-mail, webové stránky, elektronický podpis, platba pes internet, 
daové piznání pes internet nebo i samotný pojem eGovernment – urit by zabralo 
mnoho asu, vypsat výet všech pojm, které se dnes již staly samozejmostí. 
Poítaový svt jako celek už není pouze technologickou záležitostí ešící výrobní 
postupy, ale stal se sférou, která, a se to byrokratickému prostedí líbí nebo ne, 
zpístupuje informace v tak široké vrstv obanské spolenosti, že ta se postupn stává 
rovnocenným partnerem oficiálních struktur, nikoliv už prosebníkem s hromadou 
nekonených formulá. 
Elektronizace veejné správy zpístupuje všem lidem informace, které by 
díve mohli získat jen vyvolení, což nejenom ulehuje veškerou práci, ale dává také 
prostor k využití získaných dat k dalšímu zpracování, jenž je základem cesty k úspchu. 
Doufejme tedy, že s píchodem eGovernmentu skoní nekonené fronty ped okýnky 
v úedních dnech, ale bude obanovi nabídnut pohodlný e-pístup na úad z píjemného 
prostedí jeho domova. 
1.1  Cíl diplomové práce 
To, co by se dalo oznait za hlavní „gró“ celé práce, je pak konkrétní analýza 
vybrané instituce na úrovní obce PO III, jež jsou hlavními žadateli o dotaci a úastníky 
výzvy IOP . 04 – Technologická centra a elektronické spisové služby na území a 
IOP . 06 – Technologická centra obcí s rozšíenou psobností. V rámci teoretické 
ásti bych rád nastínil aktuální situaci ve státní správ, respektive podmínky zapojení se 
do vypsaných výzev integrovaného operaního programu. Zárove chci pedstavit 
dívjší projekty, bez kterých by se elektronizace veejné správy nemohla realizovat, a 
které byly souástí dívjších výzev, tedy nap. CzechPOINT nebo eGON, jež ale 
- 9 - 
pekvapiv ani dnes nejsou píliš veejn známými pojmy, i když by se dalo íci, že bez 
nich už není možné nkteré úkony ani jinak realizovat. 
Kapitola vnovaná analýze souasné situace se zamuje na charakteristiku 
projektu technologických center a spisových služeb, zárove nastiuje aktuální stav 
technických parametr a marketingovou strategii. Za nejpodstatnjší však považuji 
následující kapitolu, tedy návrh ešení, kde je naznaen jeden z možných scéná
realizace technologického centra a elektronizace úadu v rámci vnitní integrace a 
implementace spisové služby. A to vše vetn harmonogramu a finanní analýzy 
projektu. 
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2 Teoretická východiska práce 
Než se dostanu k praktickému ešení realizace technologického centra a 
spisové služby na instituci veejné správy, je teba si vyjasnit nkolik pojm, respektive 
projekt, které se této tématiky více než blízko dotýkají. Základním pojmem, který jsem 
uvádl již v úvodu, je eGovernment, jehož význam patrn nemusí být úpln jasný. 
Pokud ale práce zpracovává téma zamené na využití výzvy IOP . 04 a . 06, jsou 
klíové pedevším teoretické informace ohledn spisové služby a samotného 
technologického centra. Ze souasného pohledu obana je však nejvýraznjším krokem 
piblížení e-úadu k veejnosti projekt nazvaný CzechPOINT, který nelze v souvislosti 
elektronizace absolutn obejít. Proto je nkolik odstavc práce vnováno i tomuto 
portálu. 
2.1 eGovernment 
Nutno íci, že pojem eGovernmentu je ve spojitosti s elektronizací veejné 
správy velmi astý, nicmén osobn si jej dovolím oznait za nepíliš obsáhlý. Pokud 
sáhnu po slovníku pojm veejné správy, získáme následující interpretaci: 
„eGovernment je název postupu modernizace veejné správy s využitím nových 
možností informaních a komunikaních technologií. Technika veejné správy 
s využitím nástroj ICT. Používají se pojmy jako elektronizace nebo informatizace 
veejné správy.“ (21) Z ehož je tedy jasné, že eGovernment lze považovat pouze jako 
synonymum práv pro elektronizaci veejné správy. V této práci si tedy dovolím 
využívat obou pojm. 
2.2 CzechPOINT 
Projekt Ministerstva vnitra R, který byl poprvé spuštn 22. ervna 2005, ale 
oficiální provoz se datuje až od 28. ledna 2008. I když by se mohlo zdát, že znaka 
CzechPOINT má význam sama o sob, jedná se vlastn o zkratku pro eský podací, 
ovovací a informaní národní terminál. Cílem je vytvoit univerzální podatelnu, 
ovovací místo a informaní centrum, kde by bylo možné na jednom míst (úad) 
získat veškeré údaje, opisy a výpisy, které jsou vedeny v centrálních veejných 
evidencích a registrech, jakož i v centrálních neveejných evidencích a registrech ke své 
osob, vcem a právm. Místo, kde je dále možné ovit dokumenty, listiny, podpisy a 
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také elektronickou podobu dokument, uinit jakékoli podání ke kterémukoli úadu 
veejné správy, a konen získat informace o prbhu ízení ve všech vcech, které stát 
k jeho osob vede. Základní stavební jednotkou jsou obecní a mstské úady, 
magistráty, krajské úady, pracovišt Hospodáské komory R, eské pošty, s. p. 
a notá. Typ a poet jednotlivých agend, které jsou v rámci CzechPOINT nabízeny se 
postupn upravují a pidávají. Na pracovištích lze nyní získat výpis z katastru 
nemovitostí, obchodního rejstíku, rejstíku trest, výpis bodového hodnocení idie, 
výpis živnostenského rejstíku, získat konverzi dokumentu z elektronické nebo listinné 
podoby a v neposlední ad také nabízí agendy kolem datových schránek. Od roku 2008 
došlo k implementaci na celém území R a následnému rozšíení služeb. ešení je 
navrženo pro vytváení jednotných míst výkonu veejné správy (OneStopShop), kde si 
oban mže vyídit ve svém nejbližším okolí veškeré potebné záležitosti s úední 
asistencí nebo pomocí dálkového pístupu (internet). Souasn slouží ke vzájemné 
komunikaci institucí a orgán veejné správy. Cílem projektu je dostupnost veejných 
služeb z každé obce a možnost vyídit obanské záležitosti prostednictvím asistované 
služby, e-shopu eské pošty nebo internetu. 
Graf 1: Poet pracoviš CzechPOINT (4/2010 - 4/2011) 
Projekt CzechPOINT byl zahájen pilotním projektem 37 vybraných obcí na 
jae roku 2007. Obce následovala eská pošta, která k 1. srpnu 2007 zahájila zkušební 
provoz na svých 74 pracovištích. Tetím subjektem, který se zapojil do zkušebního 
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provozu, byla Hospodáská komora eské republiky. Deset vybraných pracoviš se do 
projektu zapojilo v prvním záijovém týdnu roku 2007. 
Legislativn byl Czech POINT zaveden novelou zákona . 365/2000 Sb., o 
informaních systémech veejné správy, v § 8a a následujících. Ostrý provoz projektu 
CzechPOINT byl nastartován 1. íjna 2007 a oficiální spuštní pak od 28. ledna 2008, 
poet poboek se díky zapojení eské pošty, obcí, Hospodáské komory a notá
rozrostl až k íslu 6 603 (informace k dubnu 2011, viz tabulka výše). 
Graf 2: Struktura vydaných výpis dle kategorií (5/2011) 
Cílem projektu CzechPOINT je vytvoit garantovanou službu pro komunikaci 
se státem prostednictvím jednoho universálního místa, kde je možné získat a ovit 
data z veejných i neveejných informaních systém, úedn ovit dokumenty a 
listiny, pevést písemné dokumenty do elektronické podoby a naopak, získat informace 
o prbhu správních ízení ve vztahu k obanovi a podat podání pro zahájení ízení 
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správních orgán. Jde tedy o maximální využití údaj ve vlastnictví státu tak, aby byly 
minimalizovány požadavky na obany. 
Obrázek 1: Oficiální logo CzechPOINT 
Velmi pozitivní vlastností tohoto systému je pedevším fakt, že je provozován 
v rámci webového prohlížee. Není tedy nutná žádná speciální aplikace, pro pístup je 
však vyžadována dvojice elektronických podpisových certifikát, o jejichž správu se 
stará eská pošta. I díky tomu je možná brzká realizace budoucích plán. (16) 
Budoucí pedpoklad je takový, že by ml být CzechPOINT napojen na veškeré 
agendy státní správy (v polovin roku 2010 se napíklad povedlo napojení na matriní 
úady) a zárove systém rozšíit i do domácností, tedy jakési prostedí pro obana 
(CzechPOINT@home). Vedlejším efektem by pak mohla být redukce zamstnanc na 
úadech, protože mnoho formulá a úkon by provedl obas sám v prostedí svého 
domova. 
Graf 3: Poet vydaných výpis (5/2009 - 4/2011) 
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2.3 ISDS (Informaní systém datových schránek) 
Pojem ISDS, neboli Informaní systém datových schránek, je ve veejné správ
velmi diskutovaným tématem a i když už má za sebou více jak rok fungování, poád se 
o datových schránkách mluví jako o novince. Datová schránka je v eském právním 
ádu od roku 2009 definována jako: „elektronické úložišt	 speciálního typu zízené 
podle píslušného zákona, které je ureno k doruování elektronických dokument
od orgán veejné moci a k provád	ní úkon vi orgánm veejné moci“; novela 
zákona doplnila ješt s úinností od 1. ledna 2010 dodávání dokument fyzických i 
právnických osob mezi sebou. V obecném významu však pvodn toto sousloví 
oznaovalo jakékoliv úložišt dat, zpravidla v elektronické podob, napíklad 
e-mailovou schránku. Ze zákona musí být datová schránka zízena každému orgánu 
veejné moci, každé podnikající fyzické nebo právnické osob a nkterým dalším typm 
subjekt; ostatní fyzické a právnické osoby mají právo nechat si datovou schránku 
bezplatn zídit. Orgány veejné moci jsou povinny posílat dokumenty adresátm 
pednostn do datové schránky, mají-li ji zízenu, a vzhledem k právní fikci doruení 
tak mají subjekty, jimž schránka byla zízena, de facto povinnost si z ní dokumenty 
vyzvedávat. eská republika je údajn prvním státem na svt, kde je používání datové 
schránky pro orgány veejné moci a podnikající subjekty takto povinné. (17) 
V eské republice byly datové schránky v tomto významu zavedeny zákonem 
. 300/2008 Sb., o elektronických úkonech a autorizované konverzi dokument, 
úinného od 1. ervence 2009. Tento zákon byl poté nkolikrát novelizován, a to 
zákony . 190/2009 Sb. (pomrn rozsáhlé zmny), 219/2009 Sb. (jen doplnní odkazu 
na zákon o advokacii) a 227/2009 Sb. (pouze nahrazení slov „ekonomický subjekt“ 
slovem „osoba“). Provádcími pedpisy jsou pedevším vyhláška . 194/2009 Sb., o 
stanovení podrobností užívání a provozování informaního systému datových schránek, 
a vyhláška . 193/2009 Sb., o stanovení podrobností provádní autorizované konverze 
dokument. 
Obrázek 2: Oficiální logo datových schránek 
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Datové schránky podle tohoto zákona je možno zizovat od 1. ervence 2009. 
Do 90 dn ode dne nabytí úinnosti zákona (jímž byl 1. ervenec 2009, tedy cca do 
30. záí) musela být povinn zízena datová schránka každému orgánu veejné moci, 
každé právnické osob zapsané v obchodním rejstíku (obchodní spolenost) a 
nkterým dalším druhm subjekt uvedeným v zákon (advokátm a daovým 
poradcm až od 1. ledna 2012). Celkem se tato povinnost týká pes pl milionu 
subjekt. Datová schránka je aktivována (zpístupnna) prvním pihlášením, avšak 
všechny schránky zízené ze zákona jsou automaticky i bez pihlášení zpístupnny od 
1. listopadu 2009. S úinností od 1. ledna 2010 má být umožnno dodávání dokument
fyzických i právnických osob mezi sebou, a to tak, že soukromá osoba bude moci 
požádat o zpístupnní své schránky pro zprávy od jiných soukromých osob. Nakonec 
dodám ješt malou zajímavost - v roce 2010 v anket Kišálová Lupa získaly datové 
schránky 1. místo v kategorii Anticena. (17) 
Za datovou zprávu lze oznait dokumenty orgán veejné moci doruované 
prostednictvím datové schránky a úkony provádné vi orgánm veejné moci 
prostednictvím datové schránky mají formu datové zprávy. Je-li dokument nebo úkon 
uren do vlastních rukou adresáta, vyznaí tuto skutenost odesilatel v datové zpráv. 
Pomocí datové schránky je možné posílat a pijímat úední dokumenty 
v elektronické podob (datové zprávy) od orgán veejné moci. Tento zpsob 
komunikace nahrazuje klasický zpsob doruování v listinné podob. Pokud si tedy 
založíme datovou schránku, bude se nám vtšina korespondence od orgán veejné 
moci doruovat elektronicky. 
Do datové schránky jsou dodávány úední listiny v elektronické podob, které 
jsou opateny elektronickým podpisem odesílatele (orgán veejné moci). Pokud 
budeme posílat dokument (nap. odvolání k soudu), musíme oznait námi vytvoený 
dokument zarueným elektronickým podpisem. Identifikátor datové schránky zaruuje 
integritu dokumentu. V datové schránce jsou obsaženy veškeré písemnosti, které jsou 
již vyplnné našimi osobními údaji. Datová schránka není e-mailová schránka, 
nemžeme s její pomocí komunikovat pímo s jednotlivými úedníky, pouze s celým 
úadem. Pomocí datové schránky také nemžeme komunikovat s jinou fyzickou 
osobou, podnikající fyzickou osobou nebo právnickou osobou. 
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Jakmile je do datové schránky dodán nový dokument (datová zpráva), dle 
našeho nastavení se doruí na náš mobilní telefon (za poplatek), popípad do naší 
e-mailové schránky (zdarma), oznámení o doruení. Toto je obdoba upozornní o 
uložení listovní zásilky. Dokument (datová zpráva), který je dodán do datové schránky, 
je doruen okamžikem pihlášení do datové schránky oprávnnou osobou. Obdobn
jako u listovních zásilek funguje fikce doruení: nepihlásíte-li se do datové schránky ve 
lht	 10 dn ode dne, kdy byl dokument dodán do datové schránky, považuje se tento 
dokument za doruený posledním dnem této lhty. Pokud ve stanovené lht
nevyzvedneme datovou zprávu z datové schránky z dvodu doasné nepítomnosti nebo 
z jiného vážného dvodu, mžeme požádat o prominutí zmeškání úkonu (do 15 dn ode 
dne, kdy vznikla pekážka, která podateli bránila úkon uinit). Doruení dokumentu má 
stejné právní úinky jako doruení do vlastních rukou. (17) 
Po odeslání datové zprávy je odesílateli oznámeno, zda zpráva byla doruena, 
pípadn že nemohla být doruena z tchto dvod: Datová schránka adresáta 
neexistuje nebo je znepístupnna nebo byla zrušena. Toto oznámení je oznaeno 
e-znakou ministerstva. Všechny datové zprávy jsou evidovány. Jestliže bude mít 
datová zpráva chybný formát nebo bude obsahovat poítaový program, bude zniena. 
O zniení datové zprávy ministerstvo neprodlen vyrozumí odesílatele. Pístup do 
datové schránky mají osoby oprávnné, povené a samozejm administrátor. 
2.4 Spisová služba (eSpSl) 
Pokud máme uvažovat o elektronizaci veejné správy, je základním 
pedpokladem i realizace a následná správa písemností v elektronické podob, k tomu 
úelu slouží tzv. spisová služba (eSpSl). Spisová služba má tedy za úkol zajištní 
odborné správy dokument došlých a vzešlých z innosti pvodce, popípad z innosti 
jeho právních pedchdc, zahrnující jejich ádný píjem, evidenci, rozdlování, obh, 
vyizování, vyhotovování, podepisování, odesílání, ukládání a vyazování ve skartaním 
ízení, a to vetn kontroly tchto inností.  
Spisová služba slouží ke kompletní správ dokument, mezi které se poítají 
písemné, obrazové, zvukové a jiné záznamy vzešlé z innosti organizace (pípadn z 
innosti jejich pedchdc) nebo do organizace došlé. To znamená dle pesn stanovené 
metodiky spravovat, tídit a archivovat rozsáhlé objemy jednotlivých záznam, zajistit 
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jejich pesnou evidenci a zalenní do spis. Následn archivaci tchto spis a posléze 
skartaci v tzv. skartaním ízení. 
Spisová služba v rámci eské republiky má pesn stanovené pedpisy a 
zákony. Od 1. ledna 2005 nabylo úinnosti nkolik nových právních pedpis, které se 
týkají vedení spisové služby: 
 zákon . 499/2004 Sb., o archivnictví a spisové služb, 
 vyhláška . 646/2004 Sb., o podrobnostech výkonu spisové služby, 
 zákon . 440/2004 Sb., o elektronickém podpisu, 
 naízení vlády . 495/2004 Sb., kterým se provádí zákon o elektronickém podpisu, 
 vyhláška . 496/2004 Sb., o elektronických podatelnách. 
Kontrola požadavk na ízení dokument v souladu s platnými zákony navíc 
bývá i souástí certifikaních audit systém managementu jakosti podle normy ISO 
9001:2000. Což je ásten i pípad vzorového úadu v praktické ásti práce, který 
obhajuje certifikát kvality QMS a ISMS. 
Dle platné legislativy musí každá instituce mít ze zákona schválený vlastní 
pedpis pro výkon spisové služby obsahující spisový ád (pedpis urující zpsob 
píjmu, evidence, rozdlování, obhu, vyizování, vyhotovování, podepisování, 
odesílání a ukládání dokument), skartaní ád (pedpis stanovující zpsob posuzování 
a vyazování dokument ve skartaním ízení). V píloze spisového a skartaního ádu 
by mly být uvedeny vzory nkterých tiskopis (nap. vzor podacího deníku, 
skartaního návrhu). Jejich souástí je spisový a skartaní plán, tj. systém pro ukládání 
dokument ve spisovn se spisovými znaky, skartaními znaky a skartaními lhtami 
pro jednotlivé typy dokument. (19) 
V závislosti na spisové služb je pak další podmínkou existence tzv. 
e-podatelny, což je standardní e-mailová adresa, jež ale automaticky dokáže došlou 
poštu opatit kvalifikovaným elektronickým podpisem a za pomoci obsluhy následn
došlé zprávy pedat pímo do spisové služby, tedy jednoduše eeno. Pesná 
charakteristika je popsána dále. 
Elektronická podatelna (e-podatelna) plní úlohu pijetí datové zprávy, jejího 
uložení, evidence, ovení náležitostí a pedání k dalšímu vyízení, a na druhé stran
uložení a evidence vypracovaných datových zpráv, jejich podepisování a odeslání. 
Provoz elektronické podatelny se ídí pesnými pravidly danými vyhláškou . 495/2004 
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Sb. Doruené zprávy se v e-podateln evidují v souladu se spisovým ádem úadu. 
Definované postupy jsou obdobou píjmu klasických podání pevedených do 
elektronické podoby. E-podatelna bývá souástí podatelny. Rozdlování doruených 
dokument provádí podatelna podle svých interních pedpis. 
Všechny dokumenty jsou zadány do automatizovaného systému a oznaeny 
jedineným identifikátorem a dále jednacím íslem. Dle píslušné interní metodiky jsou 
oznaeny dalšími popisnými atributy, které podléhají evidenci do podacího deníku. 
Všechny evidované a shromaž	ované dokumenty, které spolu souvisí (jsou vztaženy 
k jedné vci, napíklad vydání povolení), jsou vkládány do jednoho spisu, který je 
oznaen atributem – íslo spisu. Všechny náležitosti evidence a správy spisu se ídí 
podmínkami spisového ádu pvodce. Kde jsou výhody evidence dokument pes 
automatizované systémy? Tyto systémy jednoznan generují povinné atributy pro 
správu dokument a také uchovávají v historii záznamy o provedených zmnách, vetn
asového okamžiku a autora provedených zmn v rámci životního cyklu daného 
dokumentu. V pípad poteby je pak možný tisk podacího deníku a rejstík, tak jak to 
vyžadují podmínky automatizované spisové služby. (20) 
Každý dokument má jednoznan ureného aktuálního vlastníka (píjemce), 
piemž každá zmna vlastníka dokumentu (pidlení, pedání, pevzetí, odmítnutí) 
musí být pesn zaznamenána. Tzv. tok dokument pes organizaci a pidlení 
vlastníka, pípadn zpracovatele, je v souladu s organizaní strukturou podniku. Jakmile 
jsou všechny záznamy uzaveny a ukoneny, dochází k vyízení celého spisu, za které je 
zodpovdný tzv. zpracovatel. Spisová služba umožuje prbžné sledování, kontrolu 
jednotlivých dílích úkol nad záznamy a vyízení spisu. 
Odesílání dokument je vedeno stejným zpsobem jako jejich píjem. Jsou 
stanoveny popisné atributy a zpsoby práce a nakládání s tímto stavem dokumentu. Pro 
každý vedený dokument, který se odesílá, zadá zodpovdná osoba seznam uživatel, 
kterým má být dokument odeslán (tzv. rozdlovník) a požadovaný zpsob vypravení 
(pošta, e-mail, osobn apod.). 
Dokument se vyizuje bu	 jako samostatný záznam, nebo jako souást spisu. 
Vyízením spisu se rozumí vyízení (ukonení) celé vci, pro kterou byl spis vytvoen, a 
tím jsou vyízeny i všechny záznamy obsahující daný spis. Spis je ukládán pod 
spisovým znakem, který je povinným atributem pi automatizované správ spisové 
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služby. Po ukonení celé vci (vyízení reklamaního ízení, nabytí právní moci, 
ukonení platnosti, …) se vyízený spis uzave, tj. provede se kompletace spisu a zadá 
se atribut datum uzavení. Od 1. ledna následujícího roku po uzavení spisu zaíná bžet 
skartaní lhta. Do uzaveného spisu již nelze vkládat další dokumenty. 
Pro ukládání dokument a spis se zizuje tzv. spisovna, kde jsou tyto záznamy 
v papírové podob po dobu nezbytn nutnou a urenou ve spisovém a skartaním ádu. 
Aby byla zajištna i automatizovaná správy v této oblasti, jsou tyto záznamy vedeny dle 
pesn stanovené metodiky v systémech. Archivní kniha a evidence zápjek jsou 
vedeny automaticky systémem spisové služby na základ zadaných evidenních 
atribut. Musí být systémem zabezpeena nemnnost obsahu všech evidovaných 
záznam (dokument a spis). 
Do skartaního návrhu se automaticky zaadí pehledy dokument, jež nabízí 
dokumenty, kterým již uplynula skartaní lhta spis urených k trvalé archivaci (A), 
nebo ke zniení (S) a skupina dokument, které se rozdlují (V) do pedchozích dvou 
oblastí, jsou automaticky systémem pro archivaci generovány na základ zadaných 
evidenních atribut (skartaních znak). (19) 
2.4.1 Srovnání spisové služby a EDMS 
Spisová služba: 
 poskytuje funkcionalitu komplexní evidence dokument a sledování jejich 
životního cyklu v organizaci (zejména byrokratického typu), 
 prostednictvím subsystém eviduje podatelna a výpravna dokumenty do 
organizace došlé a z organizace odcházející, 
 pro evidenci dokument pracuje s "písemnostmi" a "spisy", 
 na základ pedem definovaných workflow zajišuje pedávání dokument mezi 
organizaními jednotkami a pracovníky, 
 zajišuje správu dokument (písemností), jejich archivaci a skartaci. 
Splnním zákonných norem znamená splnní obecn závazných právních 
pedpis, resortních naízení i instrukcí, které se vyjadují k innostem spisové služby. 
Tyto pedpisy naizují provádní inností spisové služby. Systém pro elektronickou 
správu dokument podporuje elektronicky životní cyklus dokumentu. Dokumenty 
mohou být v organizaci rzné, vždy záleží na charakteru organizace. Spisovou službu 
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samozejm nemusí využívat jen orgán veejné správy, ale její implementace se 
v poslední dob objevuje astji i u obchodních firem, apod. 
Avšak dokumentem tak, je jej vidí EDMS (Electronic Document Management 
System) mže být i písemnost a spis. To však znamená, že oba systémy, jak spisové 
služba, tak i EDMS mají hodn spoleného. Poj	me tedy uvažovat dále a podrobnji 
specifikujme pojmy již použité. Systém elektronické správy a archivace dokument
EDMS spolen se spisovou službou, souvisejícími organizaními, technickými, 
programovými a finanními prostedky, jakož i pracovníky tvoí základ informaního 
systému organizace, který pracuje s písemnostmi pi naplnní zákonných, jakož i 
interních norem. Písemností se rozumí písemné, obrazové zvukové i jiné záznamy 
vzešlé z innosti organizace nebo do organizace došlé. Písemnosti jsou tvoeny 
elektronickými dokumenty nebo dokumenty ve své pvodní papírové form. Spisem 
jsou veškeré písemnosti vztahující se k jedné vci. (19) 
2.4.2 Charakteristika elektronických dokument
Dokumentem rozumíme elektronický nebo fyzický objekt, který tvoí 
písemnosti. Pro základní kategorizaci v systémech pro elektronickou správu a archivaci 
dokument lze dokumenty rozdlit napíklad takto: 
a) Papírový (píchozí/odchozí) dokument - dopis, žádost, podání, fax, vyjádení 
(takový dokument je pomocí skeneru peveden do elektronické podoby a následn
uložen do elektronického archívu). 
b) Elektronický dokument vytvoený uživatelem primárn v elektronické podob
nap. v prostedí MS Office, následn také pevedený do formátu PDF (Adobe). 
c) Dokument elektronické pošty (píchozí/odchozí). 
d) Elektronicky pijatý nebo odeslaný fax. 
e) Fotografie poízená digitálním fotoaparátem nebo "papírová" fotografie i jiný 
grafický dokument pevedený skenerem do elektronické podoby (vtšinou JPG). 
f) Digitální video. 
g) Zvukový záznam pevedený do digitální podoby. 
h) Tisková sestava nebo výstup z jiného informaního systému nap. výstup z 
ekonomického informaního systému (takovou sestavu není teba již tisknout a 
následn skenovat - výstup lze smrovat pímo do archívu dokument). 
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Z hlediska práce s dokumenty pak dokumenty dlíme do 2 kategorií: 
 Dokumenty statické (nap. podání, které bylo dorueno na podatelnu 
organizace), statický dokument je takový, který se již dále nemní. 
 Dokumenty dynamické (nap. návrh smrnice - k návrhu se vyjádí nkolik 
pracovník, postupn vznikne více verzí, než bude odsouhlasena finální verze), které se 
již dále nebudou mnit a stanou se statickým dokumentem. 
Princip funkcionality a ekonomické efektivity 
Základním principem ešení je princip optimalizace ešení z hlediska 
funkcionality a ekonomické efektivity. Je nepochybné, že ešení spisové služby/EDMS 
musí být koncipováno tak, aby splovalo souasné i budoucí poteby organizací. 
Znamená to dkladn analyzovat známé souasné i pedpokládané budoucí poteby, 
identifikovat kritické oblasti a úzká místa tak, aby bylo možné porovnat jednotlivé 
varianty ešení nejen z hlediska oekávaných pínos, ale rovnž z hlediska 
vynaložených náklad a výsledné návratnosti investic. 
Princip systémové integrace znamená nasadit v organizaci pouze jeden 
centrální archiv dokument. V praxi se totiž stává, že organizace vedle svojí hlavní 
aplikace (nap. ekonomický informaní systém) nasazuje i rzné dokumentov
orientované aplikace (elektronická pošta, spisová služba, evidence norem, apod.). 
Každá z tchto aplikací vytváí svj vlastní archiv dokument, takže se bžný uživatel 
jen obtížn orientuje. Pi návrhu spisové služby/EDMS musí být respektován princip 
jednotného archivu elektronických dokument. 
Každodenní innost organizace je založena na optimalizovaných procesech, 
které maximáln zefektivují práci uživatel. V praxi to znamená definování 
pracovních tok, což je ovšem založeno na sdílení a pohybu dokument mezi 
pracovníky organizace. Navíc musí být zajištna možnost jednoduché zmny 
pracovních tok, a to jak fyzicky, tak jejich podpory v dokumentov orientovaném 
informaním systému. 
Ze zkušeností získaných pi nasazování systém spisové služby/EDMS, je 
zejmé, že jsou signifikantní rozdíly mezi pracovními procesy založenými na toku 
papírových dokument a mezi procesy podporovanými tokem elektronických 
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dokument. Tento fakt musí být pi návrhu elektronického archivu dokument
jednoznan respektován.  
Každá organizace již investovala do informaních technologií a komunikaní 
infrastruktury. Jakákoliv další investice musí zajistit: 
 Maximální využití stávajících investic do IT (HW, SW, sít, investice do 
proškolení uživatel). 
 Budoucí ochranu investic uinných v souvislosti se zavedením systému 
elektronické archivace dokument. 
 Rozšíení stávajících informaních technologií tak, aby došlo k jejich dalšímu, 
kvalitativn vyššímu využití. 
 Návrh systému spisové služby/EDMS musí být koncipován tak, aby pímo 
zajišoval ochranu již vynaložených investic. (19) 
Princip zabezpeeného provozu spisové služby/EDMS je považován za 
strategický a za kritický pro chod organizace. Návrh systému spisové služby/EDMS 
musí zajistit: Spolehlivý provoz, dostupnost dokument a dostatenou odolnost proti 
výpadkm. Trvalou úinnou podporu administrátora i uživatel pi provozu systému. 
Odpovídající záruky na provoz systému elektronické archivace dokument (HW, SW), 
dlouhodobou záruku na uložení dokument v elektronickém archivu. 
Úspšnou implementaci podle interních ukazatel kvality lze pak definovat 
jako implementaci v pedem dohodnutém termínu, podle rozpotu a s dohodnutou 
funkcionalitou. 
Spisová služba neznamená jen evidenci došlé pošty nebo v opaném extrému 
jen správu elektronických dokument. Spisovou službu dnes vymezují obecn závazné 
právní pedpisy, resortní naízení i instrukce a není zcela triviální pohybovat se 
v tchto ne vždy zcela vyjasnných hranicích. Jen pro ilustraci uvedu, že obecn
závazných právních pedpis, které se vyjadují k innostem Spisové služby nap. pro 
mstské úady, je cca. 700, a ke všem resortním oblastem veejné správy pes 2,5 tisíce. 
O em tedy je spisová služba? Podle archivního zákona se písemností rozumí 
písemné, obrazové, zvukové a jiné záznamy vzešlé z innosti organizace nebo do 
organizace došlé. Jinak eeno, patí sem i ty druhy písemností, které se vymykají ze 
všeobecn zažitých termín "došlá pošta" nebo naopak "správa elektronických 
dokument". V tomtéž zákon najdeme také definici subjektu správy písemností, 
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základní povinnosti a cíle Spisové služby. Naizuje se zde: "Státní orgány, obce, jiné 
právnické osoby, jakož i fyzické osoby pi provozování podnikatelské innosti jsou 
povinny zajišovat odbornou správu písemností vzešlých z jejich inností, pípadn
z innosti jejich pedchdc (vetn písemností došlých), dbají pi tom o ádnou 
spisovou evidenci, o úelné a bezpené uložení písemností a o jejich ádné vyazování 
pi skartaním ízení". (14) Povinnost vedení spisové služby je tedy legislativn
povinná nejen pro úady, jak se nkdy myln uvádí, ale i pro všechny subjekty 
provozující podnikatelskou innost. 
Poteba evidovat písemnosti nevyplývá jen z píslušných zákon, ale je také 
dána potebami pvodce písemností, protože písemnost je také zdroj dležitých 
informací. V tomto pojetí pak spisová služba není jen souhrnem pracovních úkon i 
péí o pozdji nepotebný "starý papír", ale vystupuje jako ucelený IS, nadazený všem 
dalším programm i systémm (protože ošetuje i písemnosti vzniklé v tchto 
systémech) s možností integrace do vyšších IS (nap. státní informaní systém). 
Pokud tedy spisová služba nemá být jen samoúelnou evidencí dokument, 
mlo by jít vždy o komplexní IS s provázaností na ostatní agendy a systémy. 
Nejrznjší kanceláské systémy, nástroje na tvorbu a zveejování dokument, 
systémy na správu dokument (DMS), nástroje na práci s elektronickými informacemi 
(nap. FileNET), workflow, nástroje na ízení proces a inností atp. jsou výborní 
pomocníci, ale samy o sob nejsou Spisovou službou. Každá dobrá spisová služba však 
tyto pomocné nástroje na tvorbu a správu dokument obsahuje a využívá. Pi výbru IS 
tedy nezamujme pomocný nástroj s požadovaným cílovým ešením. Velmi drahým 
omylem mže také být snaha o obrácený postup - na nkterém z tchto pomocných 
nástroj se pokoušet poté vybudovat plnohodnotnou Spisovou službu. 
IS není zpravidla monolitem, ale je to stavba, která se skládá z jednotlivých 
kvádr. A také se obvykle nepostaví najednou, ale výstavba bývá postupná i bhem 
nkolika let. Pi každé stavb je dležité znát pedpokládané cíle, a podle toho zvolit 
sílu základ. V informaním svt to vždy znamená od poátku zvolit dostaten
masivní technologickou základnu a osvdené ešení. Pi ešení Spisové služby a 
dalších navazujících systém se rozhodn vyplatí zvolit masivnjší databázové ešení, 
vhodn kombinovat "klasickou" architekturu klient-server s 3vrstvou "webovou" 
architekturou. Nasazovaný IS by vždy ml mít ovené reference z jiných instalací a 
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inností na velkých datech. Musí také pln podporovat evidenci, obh a archivaci jak 
elektronických, tak i "klasických" papírových písemností (které stále pevládají a 
v archivech ješt hodn let pevládat budou). Dobrá firma dodávající systém Spisové 
služby musí mít také prokazateln kvalitní metodické zázemí a dlouholetou znalost 
domácího prostedí a legislativy. A zejména se nenechme zviklat reklamními slogany, 
nabízejícími rychlé a snadné ešení, které pojem spisová služba degradují až na úrove
bezobsažného módního slvka. (19) 
2.5 Technologické centrum (TC) 
Projekt technologických center (TC) je souástí projektu regionálních center, 
tzv. eGON center, která mají složku technologickou, vzdlávací a administrativní. 
Takto pojatá centra se stávají výrazným nositelem a šiitelem znalostí konceptu 
eGovernment. Z pohledu umístní v hierarchii veejné správy se eGON centra dlí na 
eGON centra na úrovni obecních úad obcí s rozšíenou psobností (ORP) a na 
krajských úadech. Existuje nkolik studií, které vymezují pojem Technologické 
centrum a okruh aplikací, které je možno v Technologických centrech provozovat, a 
základní podmínky jejich provozu. Návrhy se odvozují od analýz, které probhly 
v minulých obdobích na základ výzvy Evropské unie, z kterých vyplývá mimo jiné 
nízká úrove využití synergických efekt mezi stupni veejné správy. Zejména 
z przkumu projektových zámr samospráv však vyplývá i snaha mst a obcí III. 
stupn ešit problémy informatizace komplexn v rámci svého správního obvodu. Cílem 
projektu je tuto snahu podpoit realizací TC na všech krajích a co nejvtším potu ORP 
a umožnit tak obcím lépe naplnit požadavek být dobrým hospodáem. (22) 
Technologická centra jsou urena zejména k provozu systém: 
 spisových služeb vetn pracovních datových úložiš, elektronické spisovny a 
rozhraní na datové schránky ve vazb na implementaci zákona 300/2008 Sb., o 
elektronických úkonech a autorizované konverzi dokument, 
 typových projekt samospráv, 
 systémových služeb a dalších aplikací provozovaných pro poteby samosprávy 
mst a obcí, 
 centrálních projekt, zejména pro implementaci potebných komponent základních 
registr. 
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V technologickém centru je rovnž možné provozovat pro vlastní potebu ORP 
jakékoliv aplikace, primárn však slouží k zajištní informatizace celého správního 
obvodu. Technologická centra ORP umožní posílit infrastrukturu ICT a podpoit ORP 
ve snaze o standardizaci IS obcí v rámci správního obvodu a zajištní stanovené úrovn
služby. Stejný princip platí i na úrovni kraj, kde primárním cílem je zajistit ve 
spolupráci s ORP regionu systém aplikace typových projekt. Rozsah poskytovaných 
služeb na úrovni TCK výrazn podporuje funkci krizového ízení a IZS v kraji. Projekt 
technologických center otvírá rovnž cestu k systematickému posouzení situace 
informatizace v rámci celého kraje, nebo jako podmínku realizace projektu je nezbytné 
vytvoit studii proveditelnosti, která bude základem rozvoje informatizace v celém 
regionu. Strategické dokumenty vytvoené v období 2001-2008 (nap. Studie 
proveditelnosti komplexní informatizace kraj) akcentovaly tzv. „systémový projekt“ 
koordinovaného rozvoje informatizace územní samosprávy jako celku. K jeho ešení 
však nikdy nedošlo z dvodu nedostatených finanních prostedk. Díky finanním 
prostedkm EU lze takový projekt realizovat. (23) 
Dále pikládám text vycházející z vypsané výzvy . 04 Ministerstvem vnitra 
eské republiky a Strukturálních fond EU. Pedevším jde o urení finanních 
prostedk v závislosti na typu a velikosti obce. 
Zízení technologického centra (TC) na úrovní obce s rozšíenou psobností 
(ORP). Výdaje (hardware a software) musí souviset s poizováním a rozšiováním 
informaních systém za použití informaních a komunikaních technologií. Požadavky 
na prostory a další prostedky je vhodné ešit s využitím stávající serverovny na kraji 
nebo obci s rozšíenou psobností. 
Maximální velikost píspvku na projekt je stanoven pro jednotlivé žadatele a 
obsah projektu následujícím zpsobem - pro ORP na TC ORP a eSpSl (v. zálohování a 
úložišt dat spisových služeb) pro poteby ORP, jeho organizací ve výši maximáln
4.000.000,- K a eSpSl dalších obcí, v. jejich organizací, které uzavely s ORP 
partnerskou dohodu x 23.000,- K na jednu obec. (ORP v tomto pípad na ástku 
23.000,- na eSpSl nárok nemá. Píspvek na eSpSl ORP je již zahrnut v maximálním 
píspvku 4 mil. K), ORP tedy nemá možnost získat píspvek ve výši 4.000.000,- K
na eSpSl, pokud nezizuje souasn se eSpSl i TC ORP. (22) 
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Pro každou ORP nebo kraj je možné poídit v rámci této výzvy TC nejvýše 
jednou. Pro každou obec, ORP i kraj je možné v rámci této výzvy poídit systém eSpSl 
nejvýše jednou. Poet druh eSpSl u jednotlivých žadatel (ORP) není stanoven. 
Zpsobilé výdaje se dále ídí následujícími základními principy: 
 financovat lze výdaje vzniklé po 1. 1. 2007, piemž projekty nesmjí být 
dokoneny ped vydáním rozhodnutí, 
 výdaje musejí být vynaloženy v souvislosti s projektem, hospodárn a úeln, 
 zakázky musejí být realizovány v souladu s platnou legislativou pro veejné 
zakázky (zákon 137/2006 Sb., o veejných zakázkách, v platném znní), usnesením 
vlády . 48 ze dne 12. 1. 2009 a interními pedpisy žadatele/píjemce. 
Opodstatnní jednotlivých zpsobilých výdaj, co do druhu a velikosti, musí 
být popsána ve studii proveditelnosti, která je nedílnou souástí žádosti o dotaci. 
Zpsobilé výdaje: 
 poízení dlouhodobého hmotného majetku, 
 poízení dlouhodobého nehmotného majetku, 
 poízení drobného hmotného a nehmotného majetku, 
 projektová dokumentace, odborné studie, posudky a analýzy, jejichž vyhotovení je 
nezbytné pro realizaci projektu (v. studie proveditelnosti) do 5 % celkových 
zpsobilých výdaj projektu, 
 výdaje na nákup služeb bezprostedn souvisejících s realizací projektu, 
 náklady na povinnou publicitu projektu, 
 da z pidané hodnoty u neplátc DPH. 
Výdaje, které nesm	jí být hrazeny z dotace (nezpsobilé), jsou zejména: 
 výdaje bez pímého vztahu k projektu, 
 výdaje nesplující principy hospodárnosti, úelnosti a efektivnosti, 
 úroky z úvr, 
 výdaje partner, 
 stavební práce, 
 výdaje na nákup pozemk, 
 osobní náklady a cestovní náhrady, v. obligatorních výdaj k osobním nákladm, 
 režijní náklady, 
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 da z pidané hodnoty DPH, pokud existuje zákonný nárok na její odpoet ve 
smyslu zákona . 235/2004 Sb., o dani z pidané hodnoty, a jiné dan, 
 výdaje na pojištní, bankovní poplatky, kursové ztráty, celní a správní poplatky, 
 výdaje v pímé souvislosti s provozem systému. (22) 
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3 Analýza problém a souasná situace 
Strategický rámec projektu technologických center vychází ze stanovené 
strategie efektivní veejné správy dané dokumentem EFEKTIVNÍ VEEJNÁ SPRÁVA 
A PÁTELSKÉ VEEJNÉ SLUŽBY - Strategie realizace Smart Administration 
v období 2007–2015, dále v návaznosti na ní realizovanými nebo pipravovanými 
legislativními zmnami (zákon . 300/2008 Sb., o elektronických úkonech a 
autorizované konverzi dokument a zákon . 111/2009 Sb., o základních registrech) a 
rozpracovanými aktivitami zejména Ministerstvem vnitra R a jednotlivých kraj
promítnutých do návrhu typových projekt samospráv a dále pak ze strategie rozvoje 
informaní technologie v rámci vlastního ORP. 
Strategie realizace Smart Administration 
Vláda vytyila základní smování ke zkvalitování veejné správy ve strategii 
Efektivní veejná správa a pátelské veejné služby (Smart Administration). V kontextu 
projektu Rozvoj služeb eGovernmentu v obcích jsou zásadní stanovené strategické cíle: 
1. Zefektivnit innost úad veejné správy, snížit finanní nároky na chod 
administrativy a zajistit transparentní výkon veejné správy. 
2. Piblížit veejné služby obanovi, zajistit jejich maximální dostupnost a kvalitu. 
Strategický cíl 
Jedním ze strategických cíl ORP je „Efektivní správa vci veejných.“  
Realizace eGovernment služeb podpoí naplnní cíle.   
Indikátor splnní: Spokojenost veejnosti s fungováním veejné správy a 
veejných služeb mená sociologickým šetením. 
Globální cíl  
Zajistit rovnovážný rozvoj  eGovernment služeb v území – souinnost   ORP a 
kraje,  využití regionálních eGON center. Efektivní rozvoj eGovernment služeb - 
efektivní využívání existujících prostedk ICT (optimáln využít prostory mstského 
úadu, využití stávající technologie, KIVS…), optimalizace provozních náklad, 
dosažení vyváženého rozvoje ve všech smrech IT (technologie, data, procesy, 
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organizaní a personální oblast). Indikátor spln	ní: Funkní propojení ICT a služeb 
eGovernmentu mezi úady a organizacemi státní správy a samosprávy na území ORP . 
Specifické cíle 
a) Usnadnit obanm komunikaci s úady  
 Systém služeb eGovernmentu napomáhá realizovat a optimalizovat 
procesy vedoucí k uplatování obanských práv a povinností fyzických a 
právnických osob.  
 Indikátor splnní: Dostupné a kvalitní služby pro obany a další 
zákazníky veejné správy s respektováním bezpenostních standard. 
 Projekty podporující dosažení cíle: CzechPOINT, Integrace vnitního 
chodu úadu. 
b) Zefektivnit b	h agend  
 Systém služeb eGovernmentu napomáhá k efektivnímu a rychlému 
výkonu státní správy a samosprávy.  
 Indikátor splnní: Náklady a rychlost zpracování agendy (procesu).  
 Projekty podporující dosažení cíle: Integrace vnitního chodu úadu.  
c) Zajistit dv	ryhodnou správu elektronických dokument
 Rozvoj eGovernmentu zrovnoprávuje elektronické dokumenty 
s papírovými. Je nutno podpoit celý životní cyklus uchování 
elektronických dokument.   
 Indikátor splnní: Funkní úložišt elektronických dokument. 
 Projekty podporující dosažení cíle: Elektronická spisová služba. 
d) Zajistit dostupnost informací  
 Služby eGovernmentu podporují efektivní správu a rozhodování 
dostupností kvalitních informací v reálném ase a v rozsahu 
odpovídajícím potebám agend. 
 Indikátor splnní: Funkní úložišt elektronických dokument. 
 Projekty podporující dosažení cíle: Technologické centrum. 
Pedpokladem pro naplnní všech výše uvedených cíl, úspšnou 
implementaci projekt je zajištní vzdlávací innosti a realizace projektu 
Technologické centrum ORP, které vytvoí potebnou technologickou základnu.  
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Strategie a cíle v oblasti vnitní integrace úadu 
Strategický rámec zámru na realizaci integrace vnitního chodu úadu vychází 
ze strategie stanovené v dokumentu "Efektivní veejná správa a pátelské veejné 
služby, Smart Administration" (rámec modernizace veejné správy R pro období 
2007-2013) a z dokumentu "Strategie implementace eGovernment v území" 
(rozpracování strategie Smart Administration formou typových projekt). Zámr na 
realizaci integrace vnitního chodu úadu je koncipován v souladu s Integrovaným 
operaním programem (IOP) a Operaním programem lidské zdroje a zamstnanost 
(OP LZZ) a jako takový napluje požadavek odstranní územních disparit vývoje 
informatizace R. 
Integrace vnitního chodu úadu souvisí se specifickými cíli strategie 
Smart Administration: 
 Zajistit adekvátní využívání ICT, vytvoit základní registry veejné správy tak, aby 
bylo možné bezpené sdílení dat orgány veejné moci a zárove byl umožnn 
oprávnný pístup k údajm vedeným v tchto registrech. 
 Zlepšit vertikální i horizontální komunikaci ve veejné správ, zajistit podmínky pro 
spolupráci rzných úrovní veejné správy. 
 Prosazovat eGovernment s drazem na bezpený a jednoduchý pístup k veejným 
službám prostednictvím sít Internet, pipravit právní úpravu, která zajistí 
elektronizaci procesních úkon ve veejné správ, zrovnoprávní formu elektronickou 
s formou listinnou, umožní bezpenou komunikaci mezi úady a veejností a 
optimalizuje interní procesy veejné správy s využitím ICT. 
Vlastní cíle integrace vnitního chodu úadu jsou následující: 
1) Analyzovat stav souasného systému ízení úadu, navrhnout a realizovat jeho 
úpravy tak, aby bylo s ohledem k velikosti úadu dosaženo cílového stavu, tedy 
zajistit optimální zpsob fungování úadu, prezentaci služeb vi veejnosti, ízení 
zmn ve struktue úadu, managementu ízení a spolupráci se základními registry 
prostednictvím Integraních bod pístupu k eGON službám. 
2) Integrovat všechny existující SW komponenty do TC a zajistit jejich vzájemnou 
provázanost a sjednocení i propojení jednotlivých aplikací optimáln do jednoho 
informaního systému. 
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3) Provést upgrade stávajících SW komponent nebo nákup chybjících SW 
komponent pro optimalizaci ízení chodu úadu a schopnost zveejnní 
maximálního množství informací o innosti úadu obanm a institucím. 
4) Pipravit vlastní agendové informaní systémy žadatele na komunikaci se 
základními registry prostednictvím Integraních bod pístupu k eGON službám. 
5) Provést integraci SW komponent pro výkon agend a jejich elektronizaci. 
6) Provést optimalizaci rolí jednotlivých uživatel ICT pi zajištní agend 
vykonávaných žadatelem, vetn ešení bezpených a transparentních pístup. 
7) Zajistit úpravy ICT komponent nebo uceleného ešení tak, aby vytváely efektivní 
podporu proces probíhajících v rámci psobností žadatele. 
8) Prezentovat poskytované služby prostednictvím portálu. 
3.1 Charakteristika projektu 
3.1.1  Technologické centrum (TC) 
Primárním cílem je zajistit s obcemi v území ORP konzistentní technologický 
systém, umožující minimáln aplikaci dalších typizovaných projekt. Rozsah 
poskytovaných služeb na úrovni ORP výrazn podporuje funkci krizového ízení a IZS. 
Cíle projektu: Vytvoit robustní, škálovatelné a rozšiitelné technologické provozní 
prostedí pro zpracování potebných aplikací, schopné penášet, uchovávat a 
zpracovávat bezpen velké množství dat, které bude možno flexibiln prezentovat 
potebným uživatelm. 
Cílové skupiny: ORP, partnery projektu budou obce v území ORP, jejich organizace, 
které budou užívat výstup z provozovaných systém. 
Pedpokládané výstupy: Penosová sí, systém datových a aplikaních server, 
implementované SW produkty.  
Oekávané pínosy: Efektivní provoz systému, stabilita systému s výhledem na 7 let. 
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Technologická centra budou urena zejména k provozu t	chto systém: 
 spisových služeb vetn pracovních datových úložiš, elektronické spisovny a 
rozhraní na  datové  schránky ve vazb na implementaci zákona 300/2008 Sb., 
o elektronických úkonech a autorizované konverzi dokument,  
 typových projekt samospráv, 
 systémových služeb a dalších aplikací provozovaných pro poteby samosprávy 
mst a obcí, 
 centrálních projekt, zejména pro implementaci potebných komponent 
základních registr
V technologickém centru je rovnž možné provozovat pro vlastní potebu ORP 
jakékoliv aplikace, primárn však slouží k zajištní informatizace celého správního 
obvodu. Technologická centra ORP umožní posílit infrastrukturu ICT a podpoit ORP 
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ve snaze o standardizaci IS obcí v rámci správního obvodu a zajištní stanovené úrovn
služby. Stejný princip platí i na úrovni kraj, kde primárním cílem je zajistit ve 
spolupráci s ORP regionu systém aplikace typových projekt.  
3.1.2  Elektronická spisová služba (ESS) 
Elektronická spisová služba je prvek, který v  eGovernmentu hraje podstatnou 
roli. V souasnosti se díky legislativ elektronické dokumenty zrovnoprávují 
s papírovými a to ve všech fázích jejich životního cyklu. Je nutno podpoit celý životní 
cyklus elektronických dokument s využitím elektronické spisové služby, splující 
požadavky dané zákonem . 499/2004 Sb., o spisové služb a archivnictví, ve znní 
pozdjších pedpis. 
Cíle projektu: Poízení, i upgrade spisové služby, splující požadavky dané 
zákonem . 499/2004 Sb., o spisové služb a archivnictví, ve znní pozdjších pedpis. 
Zajistit její údržbu a provozování pro ORP a organizace zizované ORP a pro obce ve 
správním obvodu ORP. 
Cílové skupiny: ORP, organizace zizované ORP, obce I. a II. st. a jimi 
zizované organizace. 
Pedpokládané výstupy: Elektronická spisová služba, negarantované úložišt. 
Oekávané pínosy: Provoz spisové služby a negarantovaného úložišt
dokument souvisejících s výkonem veejné správy v souladu s legislativou. 







3.1.3 Vnitní integrace úadu 
Projekt v ásti III. - Vnitní integrace úadu obce s rozšíenou psobností eší 
problematiku "kultivace" vnitních systém chodu úadu, zejména SW komponent pro 
zpracování jednotlivých agend s vazbou na ekonomiku, které budou po zavedení 
eGovernment ve velkém tlaku na kvalitu a zajištní vazeb vi Základním registrm, 
zejména Registru práv a povinností.  
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Cílem projektu je tedy umožnit efektivní poizování vstupních dat, zvýšit 
transparentnost výkonu veejné správy vi veejnosti a v dsledku zkvalitnit a 
zefektivnit vlastní innost úadu. Výstupem projektu je úprava vnitního prostedí úadu 
pro naplnní nutné vazby na Základní registry, zejména na Registr práv a povinností a 
vnitní integrace vhodných SW komponent optimáln do jednoho uceleného 
informaního celku.   
Projekt rovnž podporuje práci úedník a zamstnanc úad sjednocením 
jejich pracovního poítaového prostedí a také postupnou standardizací proces
vykonávaných jednotlivými orgány veejné moci. 
Po implementaci projektu lze oekávat pínosy pedevším v efektivit
zpracovávaných agend vyvolaných zmnou pístupu k práci formou podpory workflow 
a integraní platformy, zárove dojde k naplnní požadovaných propojení s centrálními 
projekty eGovernmentu (Základní registry, Portál veejné správy, apod.) univerzálním 
zpsobem, který dovolí jednoduše a efektivn rozšiovat míru integrace v budoucnu. 





























































3.1.4 Analýza projektu 
Koncept eGovernmentu je vytváen za úelem efektivnjšího poskytování 
služeb veejné správy, a to pro všechny cílové skupiny, kterými jsou: 
 krajský úad  
 organizace zizované a zakládané krajem  
 obce s rozšíenou psobností (ORP) 
 obce I. a II. stupn
 zakládané a zizované organizace obcí ve všech úrovních 
 stát  
 obané   
 další organizace v regionu 
Úelem projektu je vybudování technologické infrastruktury pro poskytování 
regionálních služeb v oblasti eGovernmentu, jako souást eGON centra  ORP. 
Projekt má, z pohledu hodnocení provádného podle vrchol HEXAGONu, 
dopad do všech vrchol: 
 legislativa (vybudování infrastruktury bude využito pro naplnní realizace ešení 
v oblasti spisové služby a archivace / zákon o archivnictví a spisové služb, 
datových schránek / zákon o elektronických úkonech a autorizované konverzi 
dokument, základních registr / zákon o základních registrech, územn
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analytických podklad a územn plánovací dokumentace / zákon o územním 
plánování a stavebním ádu). 
Kvalitní legislativa je základem kvalitní veejné správy. Je to hlavní nástroj, který 
vláda používá k ochran základních spoleenských hodnot a k ovlivování 
chování oban i právnických osob. Mla by ovšem být pijímána jen 
v pípadech, kdy je to nezbytn nutné, aby nezpsobovala zbytenou 
byrokratickou zátž, zárove by mla být co nejjednodušší a nejsrozumitelnjší. 
 veejná správa (podpora jednotlivých inností je zajišována na úrovni, kde se 
její realizace jeví jako nejvhodnjší (kompetence, kapacity, znalost apod. – 
z tohoto dvodu jsou rzné povinné služby poskytovány na rzných úrovních pro 
rzné klienty, v pípad ORP lze zmínit nap. provoz spisových služeb pro 
zizované organizace, provoz spisoven pro obce atd.) 
Dležitým aspektem fungování veejné správy je organizace jejího výkonu. Vždy 
je teba hledat rovnováhu mezi maximálním piblížením výkonu veejné správy 
obanovi a efektivním vynakládáním veejných prostedk. Zárove je dležité, 
aby bylo možné co nejvtší množství agendy vyídit na jednom kontaktním míst
– zásada „obíhají informace, nikoliv oban“. Organizace výkonu veejné správy 
však neznamená pouze nalezení správného místa – tedy, na jaké úrovni bude daná 
agenda vykonávána, ale také zpsob, jakým je vykonávána. Dležitou roli zde 
hraje úrove ízení, metody ízení kvality, sledování výkonnosti a efektivnosti 
vynakládaných prostedk a sledování spokojenosti „zákazník“. 
 oban (dopad na obana je výrazný zejména pi realizaci Regionálních služeb TC 
ORP, jako jsou Digitální mapa VS / územn analytické podklady, územn
plánovací dokumentace, úelová katastrální mapa, technická mapa /, Portál 
obana a Digitalizace a ukládání dat, což souvisí zejména s dostupností a 
transparentností informací) 
Oban je asi nejdležitjším prvkem hexagonu, protože on je klientem veejné 
správy a tak je na nj teba nahlížet. Je nutné mu co možná nejvíce usnadnit styk s 
úady a co možná nejmén znepíjemovat život nadbytenou regulací. Zárove
je teba veejnou správu v maximální možné míe pro obana zprhlednit, uinit ji 
otevenou a umožnit tak obanm participovat na jejích rozhodnutích a 
kontrolovat její fungování. 
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 úedník (dopad na úedníka píp. politika je opt v navazujících projektech, jako 
je spisová služba, Datové sklady, DMVS, Integrace vnitního chodu úadu a další) 
Naproti tomu úedník je základním stavebním kamenem veejné správy. A není 
podstatné, zda jde o úedníka ministerstva nebo úedníka vykonávající státní 
správu v penesené psobnosti na kraji i obci. Na úedníky by mlo být 
nahlíženo všude stejn, musí být vyžadována vysoká kvalita jejich výkonu a 
prbžné vzdlávání. Obzvláš velký draz je teba klást na kvalitu ízení na 
všech úrovních. 
 technologie (zásadní dopad pro vytvoení adekvátní infrastruktury pro navazující 
projekty, bez které by nebylo možno koordinovat aktivity jednotlivých aplikan
nebo datov zamených projekt - jedná se o zásadní koncepní rámec) 
S tím samozejm souvisí i využití moderních informaních a komunikaních 
technologií ve veejné správ. Prostednictvím využití ICT je nutné odstranit 
nadbytené „papírování“, ulehit styk obana s veejnou správou, ale také 
komunikaci uvnit veejné správy. ICT je ovšem nutno vnímat pouze jako nástroj 
zmn, nikoliv cíl sám o sob. Pi jejich zavádní se pak asto stává, že 
administrativní zátž je pesunuta z jednoho subjektu (oban) na subjekt jiný 
(úad), cílem by ale mla být spíše minimalizace celkové zátže pro všechny 
zúastnné strany. 
 finance (obrovský synergický efekt nejen v kontextu rznorodosti navazujících 
projekt, ale také z pohledu rozdlení regionu - krajský úad, ORP). 
Na problematiku financování veejné správy je teba klást zvýšený draz. 
Systému rozpotování, zpsobu alokace zdroj na jednotlivé aktivity v rámci 
veejné správy a provázání rozpot se strategickými prioritami 
vlády/ministerstev/zastupitelstev je proto teba vnovat významnou pozornost. 
Veškeré agendy v rámci veejné správy je teba pezkoumávat z hlediska 
nákladové efektivnosti. 
3.2  Technické ešení projektu 
Pro vlastní ešení technologického centra byly zvažovány dv varianty ešení -- 
vybudování nového TC ORP nebo zalenní stávajících kapacit ORP do nov
budovaného TC ORP. Stávající kapacity HW nejsou vzhledem k navrhované 
- 38 - 
architektue TC pln vyhovující, protože byly ureny k zabezpeení provozu již 
bžících SW aplikací na magistrátu msta i úadu. Je nutno tedy poídit nové 
technologie v souladu s pedpokládanou architekturou TC ORP tak, aby tato byla pln
schopna zabezpeit jak aplikace spojené s centrálními projekty služeb eGovernmentu, 
tak s projekty služeb eGovernment v území s tím, že stávající technologie, pokud ješt
budou funkní, zalenit do nov budovaného TC. 
Varianty ešení integrace vnitního chodu úadu: 
a) Nulová varianta - zachování stávajícího stavu bez dalších prací v oblasti 
integrace vnitního chodu úadu (tj. faktická neinnost v oblasti integrace vnitního 
chodu úadu) zachovává stávající stav aplikaního programového vybavení 
provozovaného na ORP. Aplikaní a databázové servery stávajících IS jsou pouze 
peneseny do TC, jejich klientské aplikace (tzv. "tlustí klienti") a izolované úelové 
aplikace zstávají beze zmny na pracovních stanicích. Míra integrace vnitního chodu 
úadu zstává na nezmnné úrovni - tj. v rozsahu poskytovaném stávajícími 
aplikacemi a s vysokými nároky na znalosti a zkušenosti pracovník úadu, kteí de 
facto chybjící integraci IS nahrazují svými aktivitami (pepisování údaj z jednoho 
systému do druhého, poizování údaj opakovan). Reakce na zmny v pracovních 
procesech, organizace úadu a nové požadavky jsou v této situaci ešeny zejména 
v rovin opakovaného doškolení a peškolení pracovník úadu, které mže být 
pípadn podpoeno úpravami jedné i více SW komponent. Zodpovdnost za dodržení 
procesních a procedurálních postup v oblastech inností nepokrytých stávajícími 
aplikacemi je ponechána výhradn na vedení a pracovnících úadu. 
b) Jednoduchá varianta - integrace na bázi formuláového systému je 
charakterizována zavedením jednotného (v ideálním pípad centráln spravovaného) 
systému formulá koexistujících se stávajícími aplikacemi. Formuláe procesn doplní 
a podpoí vybrané innosti vykonávané mimo stávající IS úadu, pípadn je provedena 
také úelová integrace dílích formulá s píslušn upravenými aplikacemi. Míra 
integrace vnitního chodu úadu se v dsledku zavedení formulá zvýší (validace 
vstupních dat dle nastavených pravidel a íselník, jednoduché ízení obhu formulá a 
k nim pipojených dokument, základní stavové ízení). Nároky na znalosti a zkušenosti 
pracovník úadu v oblasti celého procesu a návazností dílích úkon jsou mírn
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redukovány. Kontrola dodržování termín, ešení zastupitelnosti, sledování prbhu 
výkonu inností konkrétního procesu, mení a sbr asových a stavových charakteristik 
atp. zcela chybí nebo jsou umožnny v minimálním rozsahu. Reakce na zmny 
v pracovních procesech, organizaci a nové požadavky je v této situaci reflektována 
v rovin úpravy a doplnní formulá. Úpravy ostatních SW komponent provozovaných 
v rámci úadu zpravidla nejsou realizovány nebo se provádjí v minimálním rozsahu. 
Zstává zachována nutnost doškolení a peškolení pracovník úadu, a to zejména 
v oblasti procesních a procedurálních návazností dotených zmnami. Zodpovdnost za 
dodržení procesních a procedurálních návazností je ponechána v pevážné míe na 
vedení a pracovnících úadu. Konkrétní pracovník tak nap. musí znát a ve vlastní režii 
splnit požadavek, že do schvalovacího procesu návrhu nájemní smlouvy byl zaazen 
další subjekt a že tedy musí návrh krom stávajících schvalovatel pedat také ke 
schválení finanní výhodnosti a pimenosti. Celá tato situace mže být navíc 
"zkomplikovaná" specifickými podmínkami, kdy je poet a typ schvalovatel stanoven 
v závislosti na výši finanní ástky, která je pedmtem schvalovaného návrhu smlouvy. 
c) Pokroilá varianta - integrace prostedky workflow je charakterizována 
zavedením dsledného ízení výkonu proces úadu, a to vetn ízení stavu proces, 
ešení zastupitelnosti, delegace úkol, hlídání termín, sledování postupu prací a 
charakteristik chování proces. Prbh proces je nativn podpoen pokroilým 
formuláovým systémem (lze zapojit i externí formuláové systémy), piemž formuláe 
slouží nejen jako "pouhý dotazník" pro zadání údaj, ale ve formulái se integrují data 
z více systém a aplikací, a to vetn systém vn úadu. Takto integrované systémy a 
aplikace zpravidla zstávají v pvodní nezmnné podob, pípadné drobné úpravy se 
provádí za úelem zvýšení uživatelského komfortu. Obh formulá je dsledn ízen 
workflow a sledován vlastníky proces, a to zejména s ohledem na stav zpracování a 
dodržování závazných termín. Konkrétní pracovník fakticky nemusí znát všechny 
návaznosti v rámci zpracovávaného procesu jen proto, aby pedal svoje výstupy dalším 
pracovníkm. Workflow automaticky zajistí pedání vzniklých výstup a informací 
k navazujícím pracovníkm. Definice návazností v konkrétním workflow je pedem 
definována na úrovni pracovních rolí (nikoliv konkrétních pracovník). Míra integrace 
vnitního chodu úadu se v dsledku integrace prostedky workflow výrazn zvyšuje, 
zatímco nároky na znalosti a zkušenosti pracovník úadu podílejících se na konkrétním 
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procesu jsou výrazn redukovány (workflow pracovníky vede, kontroluje a formou 
automaticky pipojovaných pokyn s požadavky na následné kroky zpracování 
podporuje bezprostední výkon inností). Zmny v pracovních procesech, organizaci 
práce a pokrytí nových požadavk jsou v pevážné vtšin realizovány v rovin úpravy 
modelu ízení a zpracování dotených proces, úpravy ostatních SW komponent 
provozovaných v rámci úadu zpravidla nejsou, nebo se dají vyešit vn tchto 
aplikací, a to prostednictvím prostedk a nástroj použité workflow platformy. 
Nutnost doškolení, resp. peškolení pracovník úadu je minimalizována, protože 
zmny provedené v procesních modelech organizace jsou vhodnou formou 
prezentovány a vizualizovány pímo na portálu úedníka. Pizpsobení procesních a 
procedurálních návazností dotených zmnami je provedeno automaticky (v souladu s 
úpravou modelu ízení a zpracování procesu) a z pohledu pracovník je zcela 
transparentní. Zodpovdnost za dodržování procesních a procedurálních návazností 
pracovník úadu je penesena na elektronický systém. Zodpovdnost za správnost 
definice procesního modelu nese jeho vlastník, který má k dispozici systém pro jeho 
definici a nástroj pro vyhodnocování efektivity proces. Jsou-li tedy nap. upravena 
pravidla pro schvalování návrh na pidlení dotací (zmna limit, zavedení dalšího 
stupn schvalování, kolektivní schvalování radou atp.), není nutné o této skutenosti 
úedníky pipravující podklady vbec informovat a staí pouze odpovídajícím 
zpsobem upravit píslušný model ízení a zpracování schvalovacího procesu. Po 
publikaci takto upraveného modelu k užívání se odesílání podklad ke schválení zane 
provádt automaticky dle nov stanovených pravidel. 







































































































*) Dáno vlastnostmi využívaných aplikací a informaních systém. 
**) Realizováno prostedky workflow, tradiní programování je nahrazeno modelováním. 
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3.3 Marketingová analýza 
Marketingová strategie má za úkol popsat zpsob dosažení výše uvedených 
cíl pro definované segmenty zákazník. Dležitým faktem pi budování TC ORP je 
poskytnout svým zákazníkm kvalitní a dostupné služby, specifikované v rámci SLA. 
Proto, aby mohly být služby TC ORP zajištny v odpovídající kvalit (jako je 
dostupnost služby, doba její odezvy, doba jejího zprovoznní pi jejím výpadku, atd.), je 
nezbytné, aby byly provozovány na robustní, bezpené a do budoucna rozšiitelné 
infrastruktue a architektue. 
Podle cílového segmentu zákazník lze služby poskytované v rámci TC ORP 
rozdlit na interní (kde je primárním zákazníkem mstského úadu) a externí (kde jsou 
primárními zákazníky zizované a zakládané organizace ORP, obce, zakládané a 
zizované organizace obcí, stát, obané). Cíl bude dosaženo efektivní implementací 
následujících dílích komponent provozního systému: 
 Optimální kapacitu výpoetního výkonu, ešenou s využitím moderních technologií 
 Kvalitní provozní parametry, vetn potebného systému zálohování. 
 Kvalitu dat s nejvyššími nároky na jejich bezpené uložení a uchování. 
 Penosové sít a jejich propojení do komunikaní infrastruktury veejné správy 
(KIVS) 
3.3.1  SWOT Analýza 
Silné stránky  Slabé stránky 
 Odborné znalosti pracovník
informatiky 
 Vybavenost IT technikou 
 Zabezpeení a vybavení hlavní 
technologické místnosti, záložní 
technologická místnost 
 Nedostatená kvalifikace 
a kompetence bžných uživatel
v oblasti ICT a v oblasti 
informaního managementu 
 Nejasnosti ohledn vyhlášení 
dalších typizovaných projekt
 Legislativní zmny a soulad ICT 
s procesy veejné správy 
Píležitosti Hrozby 
 Využívání možností ICT pro rozvoj 
eGovernmentu v území 
 Zavedení hostované SSL pro PO 
ORP 
 Vytvoení negarantovaného 
úložišt dat 
 Nedostatené finanní prostedky 
pro implementaci potebných 
zmn  
 Zakonzervování souasného stavu 
ešení ICT 
 Nepochopení a podcenní role 
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3.3.2  Marketingový mix 
Marketingový mix obsahuje a konkretizuje všechny kroky, které organizace 
dlá, aby vzbudila poptávku po produktu. 
Tyto kroky jsou rozdleny do ty promnných: 
a) PRODUKT (SLUŽBA) 
Produktem (službou) je v pojetí TC ORP sada jasn definovaných služeb pro 
jasn definovaný zákaznický segment. 
Výet možných služeb TC ORP: 
Elektronická spisová služba, vetn negarantovaného úložišt - úložišt
nevyízených a neuzavených spis, zajišuje službu pro vlastní mstský úad a 
píspvkové organizace ORP, s možností rozšíení služby i pro obce I. a II. stupn ve 
správním obvodu ORP a další organizace  
Ukládání a digitalizace dat – úložišt specializovaných projekt, zejména 
v oblasti správy datových zdroj, které tvoí pam msta, nebo obce  
Digitální mapa veejné správy: 
 Úelová katastrální mapa  
 Územn analytické podklady a územn plánovací dokumentace. 
 Digitální technická mapa  
 Datové sklady a manažerské informaní systémy  
 Vnitní integrace úadu 
 Vytvoení datového skladu s jasn
definovanou strukturou, vazbami 
a obsahem. 
 Provozování aplikací vybraných 
ešení na infrastruktue 
 Umožnní realizace dalších 
typizovaných projekt  
 Využívání digitální formy 
dokument. 
 Další rozvoj GIS 
 Vzdlávání 
 Využití finanních zdroj mimo 
rozpoet ORP  (dotace). 
ICT jako prostedku pro 
efektivnjší ízení úadu 
a regionu. 
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 Zajištní vazby vlastních portálových ešení na CzechPOINT@home v rozsahu 
lokálních funkcí  

 Krajské TC mohou v pípad poteby umožnit provoz již díve definovaných 
typových projekt  

 ePUSA - databáze kontakt samosprávy a nástroj komunikace v krizových 
situacích 

 KEVIS - jako centrální úložišt základních strukturovaných údaj  

 HelpDesk – pro poteby komunikace a ízení proces v rámci území 
Jak je uvedeno výše, sada služeb bude provozována na robustní, bezpené a do 
budoucna rozšiitelné infrastruktue a architektue splující cíle TC ORP. Tato 
architektura bude pipravena provozovat služby v režimu 12x5, vetn garantování 
vysokého stupn zabezpeení. 
Udržitelnost celé infrastruktury a architektury ešení je pedpokládána 
minimáln po dobu 60 msíc. Pravidla o poskytování a garantování služeb budou 
souástí SLA mezi jejich poskytovatelem a konzumentem. V pípad poskytování 
služeb cílovým zákazníkm - obanm (nap. služba typu CzechPOINT@home), budou 
pravidla pro jejich poskytování a garantování zveejnna prostednictvím dostupných 
informaních zdroj, souvisejících s jejich poskytováním (nap. v prostedí webového 
portálu poskytující danou službu typu CzechPOINT@home).  
b) NÁKLADY 
Služby TC budou nabízeny zdarma. Podmínkou pro erpání dotace z fondu EU 
na jeho výstavbu je jeho neziskovost. To znamená, že pokud by v budoucnu byla 
stanovena cena za poskytování vybraných služeb, nesmí dojít k pevýšení jejich 
provozních náklad. Ty jsou zohlednny v samostatné kapitole 12 Ekonomická analýza 
projektu 
c) MÍSTO 
TC bude vybudováno v prostorách mstského úadu. Toto centrum bude 
splovat následující písná kritéria na zajištní vyhovujícího umístní: 
 teplota prostedí se pohybuje v rozmezí od 18°C do 24°C, vlhkost v rozmezí od 
35% do 65%,  
 v místnostech datových center budou instalována požární idla koue a teploty,  
 tyto prostory jsou napojeny na systém elektronické zabezpeovací signalizace, 
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 v prostorách je zajištn rozvod elektrické energie 230/50V s „bezvýpadkovým“ 
zálohováním, samostatn jištný pro rozvad nebo prostor a jsou rovnž 
zajištny diesel (benzin) agregáty, 
 vnjší ochrana budovy vlastníkem, nebo bezpenostní službou 24 hodin denn a 
7 dní v týdnu,   
 jsou prokazateln evidovány osoby vstupující do vyjmenovaných 
technologických prostor,  
 prostory, v nichž se datová centra nacházejí, leží mimo zátopovou oblast tzv. 
stoleté vody. 
d) PROPAGACE 
Aby byla propagace poskytovaných služeb TC efektivní, je teba se zamit na 
správný segment zákazník. 
Cílem propagace je získat zájem u potenciálního zákazníka využívat služeb 
TC. Z dvod velmi podobného charakteru pístupu k poskytovaným službám je možné 
následující zákaznické segmenty, pro úely propagace služeb, slouit v jeden, a to „obce 
a organizace“. Jde o zákaznické segmenty: 
 ORP 
 Zizované a zakládané organizace ORP 
 Obce I. a II. st. 
 Zizované a zakládané organizace obcí I. a II. st. 
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4 Vlastní návrhy ešení 
Vlastní návrh ešení je koncipován jako specifický píklad vybraného 
nejmenovaného mstského úadu, který chce využít v maximální míe možnosti dotace. 
Na základ tohoto faktu vypisuje tyi nezávislá výbrová ízení, a to: upgrade spisové 
služby, poízení spisové služby pro pidružené obce, technologické centrum a 
vnitní integraci úadu. Následující text se zamuje pedevším na problematiku 
technologického centra, vetn technických parametr a finanní analýzy. 
Technologické centrum ORP bude sloužit pro provozování aplikací a systém, 
ukládání dat a zajištní komunikace jak smrem k ostatním složkám státní správy, tak i 
k uživatelm. 
Budované TC se bude skládat z následujících služeb infrastruktury: 
 Serverová infrastruktura 
 Serverová virtualizace 
 Datová úložišt  
 Zálohování a obnova dat 
 Síová infrastruktura 
 Systém dodávky elektrické energie 
 Datové centrum 
4.1.1 Serverové systémy 
a) Databázová vrstva 
Pro databázovou vrstvu budou implementovány servery minimáln s procesory 
s architekturou Nehalem. Tyto servery podporují všechny požadované operaní systémy 
– UNIX, MS Windows nebo Linux a v pípad implementace virtualizovaného 
prostedí lze na jednom serveru všechny tyto operaní systémy provozovat souasn. 
Podle daného velikosti ešení budou použity 2paticové nebo 4paticové servery.  
b) Aplikaní vrstva 
Na aplikaní prezentaní vrstv budou implementovány servery osazené 
aktuálními tyjádrovými (quad-core) procesory Intel Xeon s architekturou x86_64. tyto 
servery podporují celou škálu operaních systém (Windows, RHEL, SLES, OEL, 
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Solaris, NetWare, VMware, and Citrix XenServer). Podle poteby daného ešení a 
aplikace budou použitu 2paticové nebo 4paticové servery.  
Obrázek 3: Schématické znázorn	ní navrhované architektury 
Serverová virtualizace 
V pípad poteby lze na všechny typy navrhovaných server implementovat 
virtualizaní SW a umožnit tak efektivnjší využití výpoetních zdroj. Operaní 
systémy, které mohou být kombinovány, jsou Linux i Windows. Základem pojetí 
budování takového IT, je vize adaptivního IT prostedí, nkdy je také tento proces 
nazýván virtualizace.  
Datová úložišt	
Pro centrální úložišt dat bude použito diskové pole založené na FC modulární 
architektue s plnou redundancí všech komponent a možností kombinovat rzné typy 
pevných disk (SAS, SATA) v rámci jednoho zaízení.  
Zálohování a obnova dat 
Pro ízení zálohování a obnovy dat bude implementován zálohovací SW, který 
je uren pro snadné, spolehlivé a rychlé zálohování/obnovu velkých objem dat jak v 
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rozsáhlých sítích, tak v pípad osamoceného serveru. SW je možno, díky své 
modulární architektue, tém neomezen rozšiovat. 
Zálohování bude probíhat do virtuální zálohovací knihovny, kterou bude 
fyzicky reprezentovat oddlená ást diskového prostoru v centrálním diskovém poli. V 
pípad poteby (nap. fyzického uchovávání zálohovacích médií v jiné lokalit) mže 
být zálohovací subsystém rozšíen o standardní zálohovací páskovou knihovnu. 
Síová infrastruktura 
Souástí budovaných technologických center musí být i propojovací síová 
infrastruktura. Všechny navrhované ásti systému síové infrastruktury budou zdvojené 
a nastavené tak, že v pípad výpadku nkteré jeho ásti dotenou funkci automaticky 
pevezme záložní zaízení. Celý systém tedy nebude obsahovat žádné slabé místo 
(SPoF). 
Dodané síové prvky budou tvoit nezávislý celek infrastruktury, které bude 
redundantn napojený na vnitní LAN/WAN pro pístup interních uživatel. Pro pístup 
externích uživatel bude vytvoeno zabezpeené pipojení skrz systém Firewall. 
Virtualizací jednotlivých ástí bude zajištno oddlené prostedí pro jednotlivé 
produkní systémy, pípadn pro vývoj a testování.  
Síová infrastruktura bude definovat tyto funkní celky – bezpenostní zóny: 
 Prezentaní vrstva - provádí poátení autentikaci a má za úkol  autentikovat a 
autorizovat uživatele a umožnit mu pístup k požadované 
aplikaci. 
 Aplikaní vrstva – definuje rozhraní pro aplikaní servery ve všech prostedích. 
 Databázová vrstva - definuje rozhraní pro databázové clustery ve všech 
prostedích vetn napojení na SAN. 
 Vrstva správy a administrace - V management vrstv jsou uloženy servery pro 
dohled, správu jednotlivých zón s pesn definovaným 
prostupem a autentikací jednotlivých správc a dohledových 
systém. 
SAN infrastruktura 
Jednotlivá zaízení pro ukládání dat a servery, která budou k tmto zaízením 
pímo pistupovat a budou propojeny SAN (Storage Area Network) infrastrukturou. 
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Tato infrastruktura bude mít redundantní architekturu, aby pi výpadku jakékoli 
komponenty nebyla narušena funknost celého systému. 
V závislosti na potu pipojených zaízení pro jednotlivá ešení budou použity 
SAN pepínae bu	 integrované v serverových policích, nebo jako samostatné zaízení 
v racku. Pepínae budou založeny na 8Gb technologii. 
Systém dodávky elektrické energie 
Bude zajištn rozvod elektrické energie 230V/50Hz s „bezvýpadkovým“ 
zálohováním, samostatn jištný pro rozvad nebo prostor a jsou rovnž zajištny 
diesel (benzin) agregáty. 
4.1.2 Klientská vrstva 
Klientská vrstva zajišuje uživatelské rozhraní pro pístup k aplikaní logice 
hostovaných aplikací, pop. služeb. 
Preferovaný pístup k aplikacím TC je pomocí pedepsaného rozhraní, 
založeného na nkteré z následujících technologií, pop. jejich kombinacemi: 
 webové služby (WS) podporující koncept architektury SOA, pop. Enterprise SOA, 
 XML dokument s jasn popsanou strukturou, 
 datový soubor s jasn popsanou strukturou. 
Každá aplikace (IS, registr) je zranitelná, bezpenostní politika IS pouze 
snižuje pravdpodobnost uplatnní hrozeb a úrove zranitelnosti. Provozovatel je 
povinen pi provozování aplikací (systém) a správ dat uložených v TC zajišovat 
ochranu a bezpenost informací. Bezpenost informací tvoí systém opatení, jejichž 
cílem je zajistit dvrnost, integritu a dostupnost informací, s nimiž tyto aplikace 
nakládají, a prosadit odpovdnost správc a uživatel za provádnou innost.  
Bezpenostní politika TC ve smyslu ustanovení §5a odst. 1 a §5b zákona 
365/2000 Sb.1 a ustanovení §10 odst. 2 písm. a) vyhlášky . 529/2006 Sb.2 a stanoví 
minimáln: 
 identifikaci aktiv a bezpenostních hrozeb, 
 stanovení klasifikace ukládaných dat, 
                                                
1 o informaních systémech veejné správy a o zmn nkterých dalších zákon
2 o dlouhodobém ízení informaních systém veejné správy 
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 popis komunikaní HW architektury z pohledu bezpenosti (popis 
protokol, port, atd.), 
 popis umístní komponent HW architektury, vetn zajištní jejich 
využívání a správy, 
 popis zajištní dohledu nad celou architekturou ešení (napojení na 
dohledové systémy), 
 popis správy a ovování uživatelských pístup, 
 popis metod a postup pro vypracování bezpenostního projektu TC. 
 Vrstva bezpenostní zajišuje minimalizaci možných bezpenostních 
incident. Bezpenost TC se prolíná všemi vrstvami a všemi prvky ešení. 
Požadavky na firewall 
Firewallové ešení by mlo být koncipováno jako UTM (Unified threat 
management). Toto ešení v sob integruje krom samotného firewallu i antivirovou 
ochranu, systém pro detekci/prevenci prnik a filtrování obsahu webové komunikace. 
UTM firewall umožuje filtrování na úrovni 3. a 7. vrstvy modelu OSI.
Redundance internetového pipojení 
Firewall by ml být pipojen do Internetu alespo dvma na sob nezávislými 
linkami, z nichž jedna by mla být napojena pímo na KIVS, druhá ideáln nezávislého 
internetového poskytovatele (ISP) s garantovanou vysokou dostupností, která by opt 
umožovala pipojení do KIVS.  
Redundanci internetového pipojení by mlo podporovat samotné firewallové 
ešení – definování více externích síových rozhraní jako redundantních pro spojení do 
KIVS a možnost souasného využití vybraných z nich pro píchozí spojení z Internetu. 
Vysoká dostupnost 
Firewall je z hlediska dostupnosti aplikaních server z Internetu úzkým 
místem, proto by firewallové ešení mlo být realizováno s ohledem na jeho vysokou 
dostupnost. Navrhujeme zapojit dva totožné firewally do clusteru v režimu 
aktivní/pasivní, tj. v normálním provozu pjde veškerý provoz pes primární firewall, v 
pípad jeho výpadku bude provoz automaticky pesmrován skrze sekundární firewall. 
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Pro realizaci vysoké dostupnosti firewallového ešení je nutné mít na obou 
firewallech dostatek port. Je proto teba zvážit možnosti rozšíení stávajícího 
firewallového ešení nebo nasazení nového. 
Pro pipojení interních sítí doporuujeme použít na firewallu gigabitová síová 
rozhraní. Spojení mezi firewallem a load balancerem doporuujeme realizovat také 
redundantním zpsobem. 
Aplikaní firewall (proxy) 
Firewallové ešení by mlo umožovat filtrování na úrovni 7. vrstvy OSI 
modelu, tj. na aplikaní úrovni. Primárn by mlo být toto filtrování použito pro 
protokoly HTTP a HTTPS a dále pro ty protokoly, co používá tlustý klient na mobilních 
zaízeních pro komunikaci s aplikaními servery. 
Filtrování na aplikaní úrovni by mlo být použito zejména pro pístup na 
vybranou virtuální adresu (VIP) load balanceru na interní síti, prostednictvím které se 
bude dále pistupovat na aplikaní servery. V rámci tohoto provozu by mla být 
povolena pouze spojení, která odpovídají komunikaci mezi tlustým klientem a 
aplikaním serverem a protokolm HTTP/HTTPS. 
Ochrana webového provozu 
Vzhledem k tomu, že v celém ešení je použito i prostedí MS Windows, 
doporuuji, aby firewallové ešení umožovalo základní antivirovou ochranu na úrovni 
protokol HTTP/HTTPS. Tato ochrana by mla zamezit prniku vir, trojských ko, 
ActiveX komponent obsahujících škodlivý kód atd. smrem od klient (mobilních 
zaízení) k aplikaním serverm na interní síti. 
Firewallové ešení by mlo dále umožovat ochranu webových služeb 
založených na technologii XML a komunikaci mezi aplikacemi prostednictvím 
protokolu SOAP. Tato ochrana by mla spoívat ve verifikaci protokol HTTP, XML a 
metod v SOAP požadavcích, zda odpovídají píslušným RFC. 
Systém pro prevenci/detekci prniku 
Firewallové ešení by mlo obsahovat systém pro prevenci/detekci prniku 
(IPS/IDS). Tento systém by ml chránit interní sít ped tmito typy útok a 
nežádoucími innostmi: 
 DoS (Denial of Service) 
 Útoky na protokoly TCP/IP 
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 Útoky zamené na známé zranitelnosti webových i jiných služeb
 Przkumy sít – skenování port, mapování sítí atd. 
 Rzné anomálie v síovém provozu 
 Ochrana ped viry, spyware atd. 
Základem architektonického konceptu TC ORP je pimen robustní HW a 
SW infrastruktura navržená s ohledem na pedpokládanou zátž a požadavky na 
dostupnost celého TC. Pedpoklady pro pružné a efektivní využití technických (HW) 
prostedk jsou pitom vytvoeny využitím serverové virtualizace. Obdobná pružnost na 
stran SW prostedk je dosažena synergickou kombinací integraní platformy a 
platformy pro ízení pracovních proces (workflow). Zásadní výhodou návrhu TC na 
bázi integraní platformy a workflow je vytvoení pedpoklad pro efektivní integraci 
dílích IS a aplikací úadu do jediného komplexního IS - tj. vytvoení technických a 
technologických pedpoklad pro realizaci integrace vnitního chodu úadu, jejíž 
provedení je v návrhu chápáno jako realizace zásadní ásti funknosti celého TC. 
Integrovaný IS vytvoený na bázi integraní platformy a workflow umožuje 
pružnou reakci prostedk ICT na organizaní a procesní zmny v rámci úadu nebo i 
mimo nj. Organizaní a procesní zmny jsou v takovém prostedí reflektovány na 
úrovni úpravy konfigurace, píp. zmny procesního modelu, zatímco tradiní nároné 
programování je minimalizováno nebo dokonce zcela eliminováno. Dochází tak k 
úspoe asu, kapacit, technických a finanních prostedk a v dsledku i k vyšší kvalit
a efektivit ICT a IS úadu. V takto koncipovaném TC ORP se aplikace operativn
pizpsobují požadavkm proces úadu a nikoliv naopak. 
4.2  Specifické technické parametry 
Pro poskytování služeb technologického centra musí být vybudovaná potebná 
technologická architektura a infrastruktura. Ta musí být dostaten robustní, 
škálovatelná, bezpená, stabilní, vysoce dostupná, konfigurovatelná a odolná proti 
výpadkm.  
Technická architektura musí umožovat optimáln rozdlovat potebné 
systémové zdroje a zátž mezi jednotlivé provozované aplikace a informaní systémy. 
Aplikace a informaní systémy, provozované v rámci technologických center, budou 
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realizovány jako vícevrstvé. Technická architektura a infrastruktura musí být 
koncipována tak, aby bylo možné v pípad poteby pistoupit k jejímu rozšíení. 
Technická architektura a infrastruktura musí navazovat na stávající 
infrastrukturu tak, aby byla zachována kontinuita stávajících služeb ITC na úad. 
4.2.1  Nyn	jší stav technologií 
Úad se nachází ve dvou lokalitách. Budova pošty (lokalita A), budova radnice 
(lokalita B). Vzdálenost obou budov je 700 m. Budovy jsou propojeny optickou linkou 
umístnou v ochranném kolektoru O2 (12 vláken, využity dv, penosová kapacita 1 
GB/s). 
V souasné dob se používají ti servery IBM. První funguje jako primary 
domain controler, aplikaní server, sekundární server pro SQL mirroring a file server. 
Druhý je vyhrazen pro funkci primárního SQL serveru. Tetí server, který se nachází 
v lokalit B, funguje jako backup server a backup domain controler. Specifikace stroj
viz níže. První dva servery byly poízeny v letech 2002 a 2003 a jsou již zastaralé a 
výkonov již zcela neodpovídají souasným požadavkm. Backup server byl poízen na 
pelomu let 2007 - 2008. 
Jako aktivní prvky se používají výhradn pepínae Cisco. Žádná technologie 
pro virtualizaci není k dispozici. Zálohování probíhá dávkov v prbhu noci. Kabeláž 
je v lokalit A cat.6E, v lokalit B cat.5E. 
Tabulka 5: Stávající konfigurace server
Server 1  
IBM xSeries 345, r. v. 2002 
• PDC 
• Fileserver 
• Sekundární SQL server 
Konfigurace: 
• CPU 2x  2,2 GHz XEON 
• 2 GB RAM 
• RAID 5 
• Disková kapacita 560 GB / RAID 5 
• MS Windows Server 2000 
Server 2 
IBM xSeries 345, r. v. 2004 
• Primární SQL server 
• MSSQL 2005 
Konfigurace: 
• CPU 2x  3,3 GHz XEON 
• 2 GB RAM 
• RAID 5 
• Disková kapacita 100 GB / RAID 5 
• MS Windows Server 2003 
Backupserver 
IBM xSeries 3550 Xeon, r. v. 2008 
Diskové pole IBM DS3300 
• Fileserver  
• Backup DC 
Konfigurace: 
• CPU 2,33 GHz XEON 
• 2 GB RAM 
• RAID 5 
• MS Windows Sesrver 2003 
Diskové pole IBM DS3300 
• Kapacita 816 GB 
• RAID 5 
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4.2.2 Technické ešení TC 
Návrh TC ORP vychází z koncepních dokument zpracovaných MVR a 
MMR a ze strategie efektivní veejné správy dané dokumentem "Efektivní veejná 
správa a pátelské veejné služby". TC ORP je navrženo v souladu s cíli a požadavky 
stanovenými ve "Výzv 06 IOP na Rozvoj služeb eGovernmentu v obcích" 
detailizovanými v pílohách "Vnitní integrace úadu (typizovaný projekt)" a 
"Technologické centrum obce s rozšíenou psobností (koncept a východiska)" této 
výzvy. 
Koncept TC ORP zahrnuje komplexní ešení všech pedmtných oblastí 
vymezených "Výzvou 06 IOP" s drazem na vnitní a vnjší integraci chodu úadu, a to 
jak po stránce technologické (tj. oblast ICT), tak i po stránce procesní (ízení, 
organizace, výkon agend). 
Technologická centra budou integrální souástí systému eGovernment, 
propojenou infrastrukturou KIVS. 
Obrázek 4: Koncept TC ORP 
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Minimální doporuená konfigurace pro všechny typy server: 
 nejmén 1 CPU ty jádrový s 64-bitovou architekturou, frekvence nejmén 2 GHz 
 nejmén 8 GB RAM s možností rozšíení na nejmén 32 GB. 
 záruka po celou dobu udržitelnosti projektu 
Popis úložišt	: 
 K serverm bude pipojeno úložišt k ukládání dat databáze a aplikaního serveru. 
 Ukládání dat ešit prostednictvím NAS (Networked Attached Storage) pop. SAN 
(Storage Area Network), s implementovanou TIER architekturou a HSM 
(Hierarchical Storage Management) designem. Produkní data ukládat na TIER 0 
na rychlé FC disky (nebo rychlejší) diskového úložišt (nap. rychlost pro 4KB 
bloky alespo 60 tis. IOPS pro RAID 6, R/W sekvenn). 
 Propojení server a diskového pole bude redundantní pro zajištní vysoké 
dostupnosti dat.  
 Diskové pole musí být dostaten výkonné a škálovatelné, aby pokrylo 
pedpokládané budoucí nároky aplikací, a musí umožovat použití jako vysoce 
výkonných, tak kapacitních disk. 
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 Klíové komponenty systému pro ukládání dat budou ešeny jako redundantní. 
Musím však podotknout, že výše uvedená konfigurace je opravdu pouze 
doporuenou minimální a nelze jí nyní tedy považovat za zvolenou. Rozhodující je 
pedevším fakt, s jakými konfigurace se jednotlivé dodavatelé pihlásí do výbrového 
ízení pro technologické centrum. Druhým aspektem je fakt, že výzva je vypsána tém
dva roky, což je doba, za kterou samozejm výpoetní technika dozná významných 
zmn. Proto je pedpokládáno, že reálné ešení bude výrazn výkonnjší, než 
konfigurace specifikovaná v okamžiku zveejnní výzvy. 
4.2.3  Varianty technického ešení a jejich srovnání 
Blade servery jsou proti standardním a rack serverm navrhované tak, aby 
uspoily místo, energii a docílily co nejvtší možnosti integrace, snížení kabeláže a 
maximální redundance na malém prostoru. Rackové servery oproti tomu nevyžadují 
poátení investici do tzv. blade chassi a nabízejí obdobnou koncentraci procesorového 
výkonu a kapacity pamti. Nutností je zalenní stávajících server, které jsou blade 
typu, do budovaného technologického centra. V tomto pípad se jeví ešení použití 
Blade server jako výhodnjší. 
Rackové ešení 
Všechny HW komponenty jsou zasazeny v rack 42U. Jsou celkem navrženy 2 
rackové servery, diskové pole a pásková knihovna. Potebné RACK rám/y – 42U 
600/1000mm kompatibilní se všemi nabízenými komponentami v rack provedení 
ešení typu Blade 
Modulární ešení Blade System, který pedstavuje zásuvné servery umístné v 
jednotných serverových policích. Jednotlivé serverové police jsou vybaveny 
redundantním napájením a chlazením, datovými cestami i managementem tzn., že 
pípadné budoucí rozšiování konfigurace v rámci serverové police bude spoívat pouze 
v prostém pidávání server až do vyerpání kapacity police. 
Tento systém pedstavuje zásuvné servery umístné v jednotných serverových 
policích, které pro servery zajišují redundantní napájení a chlazení, datové cesty a 
management. Krom toho je tento typ server zajímavý i z pohledu ízení spoteby 
energie a emise tepla. Zdroje a ventilátory jsou aktivovány pípadn deaktivovány podle 
aktuálního zatížení. 
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Serverová police poskytuje osazeným serverm plnou redundanci napájení do 
úrovn N+N až šesti za provozu pipojitelnými zdroji jedno nebo tí fázové napájecí 
soustavy; Zdroje jsou dynamicky ízené (maximální vytížení co nejmenšího potu 
zdroj dle požadované redundance), takže pispívají k úspoe napájení oproti 
standardnímu ešení založenému na separátních zdrojích v serverech. 
Serverová police zajišuje datové pipojení instalovaných server. Správa 
samotné skín, jejího napájení, chlazení a všech osazených komponent je zajištna 
OnBoard administrátorem, který mže být instalován redundantn a BladeSystem 
Insight Display, jenž poskytuje dostatené informace o celém ešení na pehledném 
LCD panelu a pomocí tohoto panelu jsou též dostupní pomocníci pro instalaci a 
nastavení jednotlivých komponent. 
Integrovaná správa šetí as pomocí centralizace a zjednodušení funkcí pro 
správu cenné zdroje v oblasti informaních technologií; Integrovaná správa poskytuje 
nejkompletnjší, vysoce výkonné ešení vzdálené správy out-of-band.  


































V rámci virtualizace existuje v dnešní dob velké množství virtualizaního SW 
od komerních i nekomerních firem, nap.  VMware, MS Hyper, XenServer Citrix. 
V rámci studie proveditelnosti bylo za nejvhodnjší variantu doporueno ešení firmy 
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VMware a to pedevším díky maximální podpoe ze strany oslovených dodavatel a 
zárove výborné podpoe operaních systému firmy Microsoft, jelikož o implementaci 
Linuxového ešení na poli operaních systém se v rámci daného úadu nepoítá. 
Pedevším z dvodu zkušenosti personálu s administrací a správou databázových a 
operaních systém od Microsoftu.  
Zálohovací SW 
V rámci zálohování existuje nepeberné množství zálohovacího SW nap. 
Veritas NetBackup, Dataprotector. Dané systémy se vyznauji nepeberným množstvím 
pokroilých funkcí, které mohou používat možnosti reduplikace a které následn
umožují ušetit náklady na as a obnovu. 
Operaní systémy 
Mžeme zvažovat mezi komerními OS a free nebo lépe ešeno open source. 
Je dležité ale vždy zvážit k emu je daný systém urený a kdo ho bude spravovat (MS 
Windows, Linux, HP-UX, AIX, Solaris). V tomto pípad doporuujeme kombinaci jak 
komerního OS, tak i nekomerního OS v závislosti na požadavcích používané 
aplikace, nicmén hlavní aplikace a databáze budou fungovat primárn na systémech 
firmy Microsoft. 
Firewally 
Komerní firewally mají dobrou technickou podporu a velice proaktivn se 
snaží reagovat na potenciální hrozby v infrastruktue. Cisco FW, spolené s 3com, 
Symantecem patí mezi špiková zaízení. Krom toho existuje i množství 
nekomerních FW. K efektivnímu využití jak komerních, tak nekomerních FW  je 
nutné mít k dispozici dedikované specialisty a v pípad kritického systému to 
pedstavuje obrovskou zátž na personální kapacity. Proto doporuujeme použití 
komerního FW. 
Monitorovací systémy 
Mžeme opt zvážit mezi komerními a  free. Je dležité si vždy rozmyslet 
k emu je daný systém urený a jestli pomr výkon/cena odpovídá požadovaným 
výstupm. Mezi free patí nap Nagios, CastleRock . 
Mezi komerní monitorovací SW patí nap. OpenView (OMU, BAC, 
Sitescope), Tivoli, které jsou schopny monitorovat služby a generovat z výstupu SLA, 
patí mezi špiku, ale jsou na druhou stranu cenov nároné. Nasazení nekomerního 
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SW vyžaduje opt personální zátž a proto jako lepší varianta se jeví nákup komerního 
SW. 
4.2.4  Výb	rové ízení 
Pro úely této práce bylo provedeno orientaní poptávkové ízení, a to jednak u 
dodavatel technologie a dodavatel spisové služby, ale také u dodavatel servisních a 
dohledových služeb. Zárove v píloze pikládám píklad reálné výzvy k výbrovému 
ízení na technologické centrum ve form „Zjednodušené podlimitní veejné zakázky“. 
Výše ceny byla stanovena na základ pedpis dotaního titulu dle výpotu v rámci 
rozlohy píkladového ORP. V rámci výzvy na TC je tato cena 2.600.000,- K, v pípad
upgrade Spisové služby pro Mstský úad je to 900.000,- K a následn dalších 
500.000,- K na poízení nové eSpSl pro obce spadající do územního obvodu ORP. 
Poslední výzva je urena pro Vnitní integraci úadu, k emuž je stanovena ástka 
1.000.000,- K, piemž tato výzva není souástí pílohy této práce. 
Z oblasti výrobc HW byly osloveny firmy IBM, HP a Dell3, v oblasti LAN, 
dohledu a servisních služeb firma Simac a v oblasti geografického software firmy T-
Mapy, Geovap a v neposlední ad pak software spisové služby (SpSl) byly osloveny 
firmy Gordic, ICZ, Asseco, Vera a SoftHouse. Dále bylo v rámci poptávkového ízení 
nabídnuto kompletní ešení technologického centra od firmy Microsoft. 
4.3 Návrh a popis specifické varianty (AutoCont CZ) 
Jako ešení pro komplexní datové úložišt navrhuje spolenost AutoCont 
instalovat dv fiber channel disková pole spravovaná produktem FalconStor IPStor ve 
verzi NSSVA. NSS Virtual Appliance je instalována v prostedí VMware na verzi 
VSphere 4 a je propojena s druhou takovouto Appliancí a nakonfigurována v režimu 
Storage cluster. Takže data mohou být synchronn zrcadlena mezi dvma nezávislými 
diskovými úložišti. Pokud umístíme polovinu tohoto Storage Clusteru do jedné 
serverovny a druhou polovinu do druhé, získáme DR ešení v rámci serveroven a jsme 
tak chránni i proti výpadku celé serverovny.  
                                                
3 Osloveny byly samozejm dodavatelské firmy kompletního ešení, kterých bylo celkem 8. 
Všechny však dodávají ešení od tchto uvedených výrobc, pouze ve své vybrané konfiguraci. 
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Hlavní pínosy ešení jsou zejména tyto: 
 Maximální redundance všech prvk – systém zajišuje nepetržitou funknost 
i v pípad výpadku celého jednoho fyzického zaízení. Tzn. celý systém je 
navržen jako pln redundantní s možností instalace ástí systému do rzných 
serveroven tak, aby byla zajištna funknost systému i v pípad výpadku celé 
jedné serverovny. 
 Transparentní použitelnost disk rzných technologií – systém zajišuje 
možnost instalace disk SAS i SATA s možností budoucího rozšíení o další 
disky nebo externí diskové prostory, ideáln i prostory jiných výrobc než je 
jádro systému. 
 Rozšiitelnost – jednoduchá rozšiitelnost ešení do dvou let, nejlépe pouhou 
instalací dodatených disk se zachováním možnosti dalšího kapacitního 
rozšiování vetn možnosti rozšíení i o další funkcionality. Další možnosti 
rozšiování o další disková úložišt. 
 Možnost replikace do vzdálené lokality – veškerá data spravovaná systémem 
mohou být replikována do vzdálené lokality prostednictvím protokolu TCP/IP 
a to i po pomalejších linkách – volitelná souást, která není souástí nabídky. 
 Rozšíené služby zabezpeení dat – data jsou zabezpeena pomocí 
synchronního zrcadlení do druhého diskového pole, aplikan konzistentních 
snapshot a CDP žurnálu, kdy je možný návrat do jakéhokoliv okamžiku 
v minulosti. 
 Nezávislost na výrobci hardware – pomocí tohoto systému je možno spravovat 
rzná datová úložišt, rzných typ a výrobc. 
 Jednoduchá správa – konsolidovaná správa datových úložiš v rámci jedné 
konzole nebo webového rozhraní. 
Navržené ešení je tak redundantní ve všech svých prvcích a fyzicky je 
pedstavováno vždy dvma nezávislými zaízeními, které vzájemn fungují v režimu 
tzv. storage clusteru. Tento koncept zajistí nepetržitou dostupnost diskových prostor i 
v pípad výpadku celého jednoho zaízení nebo jedné poloviny ešení.  
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4.3.1 Koncept virtualizace server
Nabízené ešení navíc poskytuje serverovou virtualizaci na bázi VMWare 
VSphere 4. 
Stávající servery mohou být jednoduše pipojeny k úložišti pomocí iSCSI a 
nebo mohou být pesunuty do virtuálního prostedí, které je již vytvoeno v rámci 
fyzických server, kde je jako jedna virtuální instance provozována logika polí na bázi 
NSS VA.  Ped pesunem fyzických server do virtuálu bude nutné posoudit pamové 
a výkonnostní nároky jednotlivých aplikací vzhledem k fyzickým zdrojm aktuáln
dostupným ve virtualizovaných serverech. 
Obrázek 6: Schéma architektury navrhovaného ešení s FC diskovými poli (AutoCont) 
4.3.2 V	cná charakteristika ešení 
Celý systém je tvoen dvma fyzickými servery a dvma diskovými poli 
s následujícími technickými parametry: 
Server IBM xSeries 3650M2 
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 Procesor 2x Intel Nehalem 2,53GHz, 30GB RAM, 4xFC HBA 
Diskové pole fiber channel DS 3400 
 2x controller z nichž každý disponuje  2x 4Gbps FC SFP 
 Velikost do 19“ racku:    2U 
 Maximální poet disk, které lze osadit: 48 
 Podporované technologie disk:  SAS, SATA 
 Instalovaný poet disk:   12 
 Typ instalovaných disk:   450 GB SAS 15 000 RPM – 4ks 
1TB SATA – 8ks 
 Podporované úrovn RAID:   0, 1, 5, 6, 10, 50, 60 
Diskové prostory mohou být ze systému stávajícím server zpístupnny 
serverm prostednictvím protokolu iSCSI. V pípad požadavku lze systém rozšíit i o 
Fibre Channel (FC) konektivitu, která je volitelná.
Nov instalované servery je možné rovnou vytváet jako virtuální tj. nabízené 
ešení má jako souást virtualizaci serverovou na bázi VMWare viz kapitola 2.1. 
SAN infrastruktura – 4xFC switch každý s 8mi porty 
4.3.3 Princip redundance ešení 
Tato kapitola popisuje princip redundance celého ešení a jeho jednotlivých 
komponent: 
 Výpadek celého serveru – v pípad výpadku celého jednoho serveru s NSSVA 
appliancí dojde k peklopení veškerých spravovaných datových služeb na 
druhý server s druhou NSSVA aliancí, která pevezme veškeré datové služby 
první appliance tak, že aplikaní servery nezaznamenají žádný výpadek. 
 Výpadek jednotlivého disku – disky jsou v každém diskovém poli 
konfigurovány v rámci svazk typu RAID. Pro maximální možné zabezpeení 
navrhujeme využít RAID 6, kde mže dojít k výpadku až dvou nezávislých 
disk a stále nedochází k výpadku RAID svazku nebo ztrát dat. 
 Výpadek celého diskového pole – v pípad simultánního výpadku 3 nebo více 
disk v rámci jednoho diskového pole nebo výpadku celého diskového pole 
dochází k automatizovanému a transparentnímu pepnutí poskytovaných 
datových služeb na druhé diskové pole u všech datových prostor, které jsou 
zabezpeeny synchronním mirrorem. Aplikace a servery tak nepocítí výpadek 
diskového pole a data jsou neustále dostupná. 
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 Výpadek napájení – každý server nebo diskové pole jsou vybaveny dvma 
nezávislými hot swap napájecími zdroji. V pípad výpadku jednoho zdroje 
nebo jednoho napájení pracuje celé zaízení plnohodnotn pouze s jedním 
zdrojem. 
4.3.4 Integrace se systémem zálohování na pásku - voliteln	
Pro integraci existujícího systému zálohování dat na pásky s NSSVA je možno 
instalovat modul FalconStor HyperTrac, který zajistí automatizaci migrace dat na 
pásky. Jako zálohovací systém pro ovládání autoloaderu je možné použít existující 
programové ešení již existujícího zálohování.  
Programové vybavení HyperTrac zajistí automatizaci procesu zpístupnní již 
existujícího aktuálního snapshotu, pípadn nov vytvoeného snapshotu, backup 
serveru. Backup server provede z tohoto snapshotu zálohu na pásku a po skonení opt 
prostednictvím produktu HyperTrac tento snapshot odpojí. Díky tomu je možno 
zálohovat kdykoliv, protože zálohování se již vbec netýká primární infrastruktury. 
Takto poízenou zálohu je potom možno použít pro zajištní compliance  nebo 
jako provozní archiv. 
4.3.5 Replikace dat - voliteln	
Dodává se jako softwarový modul, který zajistí replikaci dat do vzdálené 
lokality, prostednictvím protokolu TCP/IP nebo RUDP. Replikace je zajišována pro 
vybrané diskové prostory kontinuáln nebo jako tzv. delta schedulovaná replikace 
prostednictvím snapshot, takže je zajištna konzistence replikovaných dat i pro 
databáze a messagingové systémy. 
Replikaci je možno provádt i po pomalejších linkách a je možno nastavit její 
omezení v pípad, že je to požadováno nebo je linka využívána i pro jiné aplikace tak, 
aby nedocházelo k jejímu petžování. 
4.3.6 FalconStor NSS – obecný popis produktu 
Virtualizaní vrstva 
FalconStor NSS je komplexní produkt pro správu diskových prostor v rámci 
sítí SAN realizovaných na technologiích Fibre Channel nebo iSCSI. Prostednictvím 
jednotné management konzole tak lze spravovat diskové prostory instalované lokáln
nebo i ve vzdálených lokalitách a definovat pro n píslušné storage services. Ty jsou 
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k dispozici veškerým diskovým prostorm v rámci správy NSS bez ohledu na to, zdali 
samotné diskové systémy takové služby podporují nebo ne. 
Následující kapitoly strun pojednávají o jednotlivých funkních prvcích 
tohoto ešení: 
Administrace ešení 
Administrace systému se provádí pomocí jednotné konzole, v rámci které je 
možno provádt i updaty systém.  Je možno také nastavit uživatelské úty a práva 
k jednotlivým svazkm a diskovým prostorm tak, aby jednotliví správci systém
nemli pístup k ostatním datovým prostorm.  V rámci této konzole je možno provádt 
i resize pidlených diskových prostor za bhu. Administrovat je možno jakýkoliv poet 
diskových polí rzných výrobc až do maximální licencované kapacity. Tato disková 
pole je možno sdružovat do virtuálních Storage pool a ty pak administrovat jako celek. 
Synchronní zrcadlení dat 
Každý diskový svazek zpístupnný koncovému serveru (virtuální svazek) 
bude fyzicky umístn na dvou diskových systémech. V pípad požadavku na provedení 
operace typu write zajistí NSS synchronní zápis dat do obou diskových systém. 
Požadavky na operace typu read jsou vyizovány s využitím diskového systému, který 
je pro daný virtuální svazek definován jako primární. V pípad výpadku jednoho 
z diskových systém NSS pracuje pouze s druhým diskovým systémem. Ten pak 
využívá pro vyízení požadavk na operace typu read i write. Vzhledem ke koncovému 
klientskému serveru je tento pechod pln transparentní a koncový server tuto situaci 
vbec nezaznamená. Po optovném obnovení funknosti havarovaného systému zajistí 
NSS na pozadí resynchronizaci dat. Synchronní zrcadlení se nastavuje na úrovni 
virtuálního svazku. 
Vedle této možnosti synchronního zrcadlení diskových prostor existuje i 
možnost nastavit near-line mirror, asynchronní mirror nebo periodický mirror s pedem 
definovanými konzistentními stavy (nap. pro databáze) 
Vytváení logických snapshot a CDP 
NSS umožuje na úrovni jednotlivých virtuálních svazk vytváení logických 
snapshot. Ke každému virtuálnímu svazku je možné vytvoit až 255 snapshot. Pro 
vytváení snapshot využívá NSS mechanismus „copy on write“ a tudíž vyžaduje pouze 
tolik diskového prostoru, kolik reáln iní objem zmn v datech. Tento diskový prostor 
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mže NSS ze sveného objemu diskových prostor dynamicky rozšiovat dle poteby až 
do výše kvóty stanovené pro daný virtuální svazek. Administrativn lze tento diskový 
prostor i zmenšit. Díky tomuto mechanismu nedochází k výraznjší degradaci výkonu 
primárního diskového subsystému, a to ani pi využití maximálního potu snapshot. 
Vytvoené snapshoty lze prostednictvím tzv. views zpístupnit libovolnému 
serveru v prostedí. Jeden snapshot lze v jednom ase zpístupnit zárove více serverm 
v režimu read/write. Zápisy do „view“ jsou pro každý server poté spravovány zvláš. 
Z jakéhokoli snapshotu je také možné provést rollback píslušného virtuálního svazku. 
Data jsou do pvodního svazku kopírována na pozadí, zatímco svazek je možné již pln
využívat. 
Pomocí agent nainstalovaných na jednotlivých klientských serverech lze takto 
provádt také konzistentní snapshoty pro tyto systémy: IBM DB2 UDB, Informix, 
Microsoft SQL Server, Oracle, Pervasive.SQL, Sybase, SAP, IBM Lotus 
Notes/Domino, Microsoft Exchange, Microsoft VSS, Novell GroupWise a souborové 
systémy (AIX, HP UX, Linux, NetWare, Solaris a Windows). 
Snapshoty je možno vytváet jednorázov i periodicky. Nastavení se provádí 
pomocí centrální konzole nebo pomocí píkazového ádku, takže je možno využít i 
metod „skriptování“. 
Souástí licence je i možnost využívání CDP žurnálu, kdy je možné vrátit se 
do jakéhokoliv okamžiku v minulosti (Any Time Point In Time Recovery). 
Vysoká dostupnost systému 
Pro zajištní vysoké dostupnosti celého systému jsou navrhované NSS Servery 
(Appliance ) provozovány v režimu active/active v rámci jedné lokality nebo jako 
geograficky oddlený cluster (metro cluster). V pípad výpadku jednoho NSS server
pechází aplikaní sever transparentn k využívání druhého NSS serveru. Mezi každým 
NSS serverem a aplikanim serverem mže být samozejm spravováno a využíváno 
více datových cest. 
Pro zajištní managementu všech datových cest na Fibre Channel se na 
pipojené servery vybraných platforem instaluje modul DynaPath. Nkteré operaní 
systémy, nap. VMware Infrastructure 3, eší tuto problematiku ve vlastní režii. 
Navrhovaný NSS storage cluster je pln kompatibilní s Microsoft Clusterem, 
VMware Infrastructure HA clusterem a dalšími clustery. V pípad výpadku nkterého 
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z NSS  server nebo v pípad výpadku všech jeho datových cest jeho funkci pevezme 
druhý NSS server v clusteru instalovaný v té samé nebo ve druhé lokalit. 
Zajišt	ní služeb pro disky DAS 
Pomocí agenta DiskSafe je možno zajistit pro jakýkoliv systém Windows 
s DAS diskovým systémem jeho synchronní nebo periodický mirror do SAN a tím i 
veškeré storage služby jako pro servery se SAN diskovým systémem. Tento server a 
storage služby nad kopií dat v SAN lze potom spravovat pomocí centrální konzole, 
nebo pímo ze serveru pomocí DiskSafe Agenta, jehož správa je integrována do MMC 
konzole. Lze nastavovat i limity na penosy dat a následné akce v pípad dosažení 
nastavených limit nebo priority penos. 
Replikace dat 
Replikaci do vzdálené Disaster Recovery lokality je volitelná souást NSSu. 
Tento modul zabezpeuje asynchronní replikaci dat do vzdálené lokality a to i po 
pomalejších linkách. Je možno nastavit i šíku pásma a pípadný strop pro vytžování 
linky tak, aby nedocházelo k petžování spoje. Replikace je provádna kontinuáln
nebo prostednictvím replikace snapshot vznikajících na primárním systému. 
Replikace není souástí nabídky. Modul je nutné instalovat v pípad, že NSS 
server slouží jako zdroj nebo cíl replikace. 
4.4  Harmonogram a milníky projektu 
Harmonogram projektu je rozd	len do dvou etap: 
 etapa budování TC a poízení spisové služby 
 etapa integrace vnitního chodu úadu  
Etapa budování TC a poízení spisové služby: 
 Fáze pedinvestiní  - která spoívá v píprav projektu, v napsání projektové 
dokumentace vetn Studie proveditelnosti, v rozhodnutí na základ Studie 
proveditelnosti a dalších projekt o realizaci projektu, zpracování a podání žádosti 
o dotaci, v uzavení partnerských smluv s PO ORP, pípadn s obcemi I. a II. st.  
 Fáze investiní  - tato etapa je samotná realizace projektu po pidlení dotace, 
výbr dodavatele technologie a spisové služby pomocí výbrových ízení, dodávka 
technologie a zkušební provoz 
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 Fáze poinvestiní  - jedná se o bžný reálný provoz TC a eSpSl  po celou dobu 
udržitelnosti projektu 
Etapa integrace vnitního chodu úadu (navazuje na záv	r investiní fáze 
první etapy): 
 Fáze investiní  - tato etapa je samotná realizace projektu po pidlení dotace, výbr 
dodavatele pomocí výbrového ízení, implementace a zkušební provoz 
 Fáze poinvestiní  - jedná se o bžný reálný provoz úadu po celou dobu 
udržitelnosti projektu 
Tabulka 7: Harmonogram realizace TC ORP 
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4.5 Zdroje, finanní analýza, analýza rizik 
4.5.1  Pehled financování projektu 
Krytí majetku bude zajištno z dotace Integrovaného operaního programu 
(IOP) a ze spolufinancování žadatele. Následující tabulka uvádí celkovou strukturu 
financování projektu. 
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Tabulka 10: Struktura financování projektu (v K) 
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4.5.2 Finanní analýza 
Projekt negeneruje žádné píjmy, tudíž se z finanního hlediska jedná o 
nenávratnou investici. Cílem projektu není pímá generace zisku, ale veejná služba. 
Hodnota investice je vyjádena pedevším její užitností pro cílové skupiny, kterými jsou 
pedevším fyzické osoby, právnické osoby a orgány veejné moci. Projekt pedstavuje 
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nový technologicky vysplý aplikaní systém, který bude souástí centrálních projekt
rozvoje e-governmentu v eské republice. 







Na základ výsledk analýzy náklad a pínos je možné konstatovat, že 
generované socioekonomické toky projektu jsou dostatené pro realizaci investice 
v hodnoceném období. S ohledem na stávající postup všech projekt SA se rizika 
realizace projektu jeví jako zcela nevýznamná. Povinnosti ORP zabezpeit pedmtnou 
vcnou stránku a agendu a ingerence ORP vyplývají ze zákona a dalších pedpis.  
Technicky projekt nevybouje nijak z bžné ady v oblasti implementace ICT, 
organizan také není mimo bžné limity a složitosti. Rizika technická a operaní jsou 
akceptovatelná a lze je ošetit bžnými smluvními a organizaními instrumenty. 
4.5.3 Analýza rizik 
Úspšná realizace projektu je podmínna adou vnjších i vnitních faktor, a 
mže být proto ohrožena vznikem ady rizik, jejichž analýza je provedena v následující 
kapitole. Identifikovaná rizika jsou lenna dle jejich asového dopadu do jednotlivých 
fází projektu a jsou vyhodnocena z pohledu pravdpodobnosti výskytu píslušného 
rizika a z hlediska závažnosti jeho negativního dopadu na realizaci a dosahování cíl. 
Byla použita bodovací stupnice 1 - 3 body, kdy 3 body pedstavují vysokou 
pravdpodobnost (resp. závažnost dopadu), 2 body stední a 1 bod nízkou.  
Relativní významnost daného rizika pro úspšnou realizaci a udržitelnost 
projektu je dána souinem tchto dvou hodnot. Bodové zhodnocení výskytu a 
závažnosti jednotlivých rizik pak bylo stanoveno expertním odhadem na základ
empirických zkušeností s realizací projekt financovaných ze strukturálních fond EU 
i obdobných projekt. Výsledná hodnota obou tchto parametr byla potom urena 
jako prostý prmr hodnot se zaokrouhlením na celá ísla dle matematických pravidel. 
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Z výše provedené analýzy rizik projektu vyplývá, že vtšinu rizik je z hlediska 
závažnosti dopadu na tento strategický dokument nutno považovat za vysoce i stedn
významnou, naproti tomu pevažující ást rizik je charakteristická jen nízkou i stední 
mírou výskytu. Tyto skutenosti jsou dány na jedné stran znaným významem 
pedkládaného projektu jako jedné z klíových souástí „e-Governmentu do území“, 
s níž je spojeno erpání relativn velkého objemu finanních prostedk, a na stran
druhé stabilitou a spolehlivostí ORP jako pedkladatele projektu.  
Z hlediska dosažené významnosti je za výrazná teba považovat rizika 
pesahující svou dosaženou výší hodnotu 3 (tj. rizika s hodnotou významnosti 4 – 9, 
v tabulce jsou oznaena tun). Z tohoto dvodu patí mezi nejzávažnjší rizika v rámci 
pípravy projektu možnost nereálného nastavení cíl, indikátor, asového 
harmonogramu i finanního plánu. Rizika ve fázi pípravy projektu se v celé ad
pípad v plné míe projeví až pi jeho vlastní realizaci. Z tohoto dvodu je zde proto 
teba klást draz pedevším na pedcházení vzniku tchto rizik, nebo tato rizika mohou 
významným zpsobem ohrozit naplnní vize a dosažení specifických cíl projektu. 
Ve fázi realizace jsou nejpodstatnjšími riziky nezajištní prostedk na 
pípadné vyvolané investice i jiné nezpsobilé náklady podmiující realizaci projektu, 
které nebyly pedem známy a neplnní cíl i monitorovacích indikátor v dsledku 
zpož	ování realizace projektu. Pedcházení tmto rizikm je zabezpeeno nastavením 
funkního systému implementaní struktury s jednoznan vymezenými 
odpovdnostmi, informaními toky a nkolikastupovou kontrolou a koordinací aktivit 
a pravidelným monitorováním projektu jako celku, které v pípad poteby umožní 
relativn flexibilní reakci na vzniklý problém a jeho možné následky v projektovém i 
celkovém mítku.  
Ve fázi udržitelnosti projektu je jako nejvýznamnjší riziko chápána 
nedostatená poptávka ze strany potenciálních klient a cílových skupin a nedostatené 
využití vybudované infrastruktury. Pi vzniku daného rizika je teba se soustedit na 
možné rozšíení použitelnosti dané infrastruktury i rozšíení poskytovaných služeb 
v závislosti na aktuálních potebách uživatel této infrastruktury pi dodržení 
technických parametr dané infrastruktury a všech podmínek poskytnuté dotace. 
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4.6 Shrnutí pínos ešení 
Na závr samozejm musím ješt doplnit celkové shrnutí pínos tohoto 
ešení. Nutno však poznamenat, že tato práce není vnována dobrovoln
realizovatelnému projektu, protože na technologické centrum je teba nahlížet jako na 
jednu z mála možností, kdy mají menší úady možnost dostát tak výrazné investice do 
informaních technologií. Realizace takového projektu je tedy v podstat možné oznait 
za povinnou, jelikož nevyužití je znan neefektivní. Dotace z Evropské unie tu nejsou 
navždy a vypisování jednotlivých titul se v podstat chýlí ke konci. 
I projekt eGovernmentu se z pohledu dotací blíží ke svému konci a nastává 
spíše období udržitelnosti projektu, která je v našem pípad specifikována dobou pti 
let. Bohužel, dle mého názoru, je sice budování technologického centra velmi pozitivní 
záležitostí, nicmén je myšleno až píliš krátkozrace. Je totiž stále zdrazován pojem 
dodávky hardware i software a taktéž technické podpory, ale vždy pouze po dobu 
udržitelnosti projektu. Prmrná životnost samotného zaízení je však uvádna taktéž na 
njakých pt let a dotace tím pádem zapomíná na budoucí východiska. Budou po 
uplynutí dotované technické podpory mít instituce, jež dotace využily, na další provoz 
prostedky? Pípadn jak budou moci postupovat v okamžiku, kdy bude hardwarové 
zaízení již technicky zastaralé? 
Na druhou stranu je ale teba vycházet i z reálného stavu v souasné dob, kdy 
bychom uvažovali, že žádná dotace k dispozici není. Vtšina institucí funguje totiž dnes 
s technikou, která je již nkolik let technicky zastaralá a ze stále se snižujících rozpot
nemají možnost nakoupit techniku novou, jelikož je vždy nutná velmi významná 
jednorázová investice. Využití dotace je tak jakýmsi východiskem pro nkolik 
následujících let. Osobn bych však uvítal, kdyby velmi specifické podmínky udlení 
dotace byly tolerantnjší k výhledu i do dalších let a nezamovaly se pouze na dobu 
udržitelnosti projektu. Nco takového je totiž možné spíše v soukromém sektoru, a to 
pouze u významnjších firem, ale už jen tžko u menších mstských úad. 
Realita je v souasnosti taková, že úedníci a zamstnanci všech institucí, 
kterých se dotace týká, se musí více starat o splnní podmínek dotaní výzvy, než o 
konkrétní poteby integrace jednotlivých ešení do vlastní infrastruktury a reálné 
srovnání jednotlivých nabídek. A to i pes fakt, že výbrová ízení jsou pln
v kompetenci institucí samotných. 
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5 Záv	r 
Tématem této práce je analýza informaního systému firmy a návrh zmn, kdy 
jsem si dovolil zamení více nasmrovat nikoliv na soukromou firmu, ale na orgán 
veejné moci, konkrétn vzorový mstský úad. Teoretickou ást jsem vnoval 
pedevším obecnjším pojmm, které jsou dnes ve spojitosti s využitím informaních a 
komunikaních technologií ve státní správ skloovány nejastji, potažmo i pojmu 
eGovernmentu jako takovému, jehož nedílnou souástí jsou celostátní projekty jako 
Datové schránky nebo CzechPOINT. Nicmén za vzor celé práce byl vystaven jeden 
nejmenovaný mstský úad. Nejmenovaný z toho dvodu, aby nedošlo z mojí strany 
k jakémukoliv zneužití informací použitých v této práci. Navíc tento úad považuji za 
dostaten univerzální k simulaci ešené problematiky. 
Analýza problému a souasné situace se následn již podrobnji vnuje 
problematice technologického centra (TC), jež je hlavním tématem diplomové práce. 
Z analýzy souasného stavu vyplývá, že vzorový úad je z pohledu stávajících 
informaních technologií pomrn technicky zastaralý a využívané zaízení již spíše 
pežívá, než aby nabízelo poptávaný výkon a služby. Díky tomuto zjištní je více než 
doporueno využít možností dotaní politiky pro realizaci technologického centra. 
 Projekt technologického centra ORP má jak ást orientovanou na vybudování 
nutného technologického zázemí – infrastruktury, tak ást orientovanou na provoz 
povinných služeb (elektronická spisová služba a vybudování negarantovaného úložišt
dokument), ale taktéž ást orientovanou na velmi klíovou oblast a tou je vnitní 
integrace úadu. Projekt technologického centra je souástí rozvoje eGovernmentu 
v území a patí do Smart administration – vize vlády eské republiky, jak uspoádat 
veejnou správu. Zjednodušení a zefektivnní vztahu oban/firma – státní správa je 
logickým cílem této vize. Projekt je dležitý pedevším jako podpora centrálním 
projekt CMS – KIVS, ISDS a projektm základních registr. 
Je teba brát na zetel, že technologické centrum z pohledu úadu již není 
pouhým hardware, na kterém jsou provozovány jednotlivé aplikace, ale jakýmsi 
funkním celkem integrujícím jak základní informaní systém a spisovou službu, která 
je klíová pro chod úadu, ale také veškeré další propojení s pidruženými i 
nadízenými institucemi. 
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Vlastní návrh ešení pak nabízí velmi konkrétní pohled na píklad realizace 
technologického centra a to pedevším ve fázi studie proveditelnosti a následn
vypsaného výbrového ízení na dodavatele kompletního ešení. Všechny uvádné 
údaje vycházejí z reálných hodnot i situací. Problematika je ešena jak po technické 
stránce, kdy je navrhnuto nkolik ešení pro hardware a software s využitím 
nejmodernjších technologií a virtualizace, tak následn i po stránce ekonomické, lépe 
ešeno také analytické, jelikož byla zpracována i analýza rizik, jež je velmi dležitá i 
s vdomím, že se nejedná o rentabilní investici z finanního, ale spíše ze sociálního 
hlediska. 
Diplomová práce je, dle mého názoru, jakýmsi zpehlednním celé 
problematiky, jež nabízí i nezávislý pohled na dané téma s doplnním dalších 
teoretických, ale i praktických východisek. Realizace má celospoleenský smysl a 
pozitivní státní, regionální i skupinový dopad. Vysoký stupe souladu se zájmy 
ostatních dotených úastník, stejn jako dosavadní pilotní provoz v nkterých 
institucích a ada odborných posouzení a analýz dávají dobrý pedpoklad realizace 
velice pínosného projektu, který je souástí státní strategie elektronizace veejné správy 
v eské republice – tak je teba chápat technologická centra. 
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Sb.
o veejných zakázkách ve znní pozdjších pedpis
ZJEDNODUŠENÁ PODLIMITNÍ VEEJNÁ ZAKÁZKA  
Poízení technologického centra msta Vzor  
v rámci PROJEKTU 




íslo veejné zakázky:  VZ/008/2011/KTAJ 
1. Identifikaní údaje zadavatele 
Název zadavatele:  Msto VZOR 
Sídlo:    Vzorová 1234, 123 45 VZOR                           
Právní forma:   801 
Zastoupená:   Františkem Vzorem, starostou msta 
IO:   00123456  
DI:   CZ00123456  
Tel.:   123 456 789 
Fax:   123 456 789 
e-mail:   sekretariat@vzor.cz   
Kontaktní osoba: Josef Vzor, vedoucí oddlení IT 
 

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2. Název a popis pedmtu zakázky 
Pedmtem veejné zakázky „Poízení technologického centra msta Vzor v rámci projektu 
„Rozvoj služeb eGovernmentu ve správním obvodu ORP Vzor“ je kompletní dodávka 
technologií TC, tedy hardwaru i softwaru. 
Dílo musí mít tyto náležitosti: 
Obecné:  
• nabídka a ešení pln vyhovující píslušné výzv Integrovaného operaního 
programu 
Technické:  
Minimální požadavky na platformu pro virtualizaci server
Pedpokládaná platforma pro virtualizaci server je VMware, tzn., že všechny komponenty 
ešení musí být v kompatibility listu této platformy. 
 HW platforma pro virtualizaci server musí být následující: 
 Dva výkonné servery – každý server v následující konfiguraci 
 Minimáln 2 x CPU platformy Intel se tymi jádry a frekvencí minimáln
2,5GHz 
 Minimáln 48 GB RAM s pokroilou vícebitovou opravou chyb na pamti 
(advanced ECC/Chipkill) a s možností rozšíení na 192 GB  
 Minimáln dva disky SAS 146 GB v RAID1 pro instalaci OS 
 Alespo 16 Hot swapových pozic pro možnost osazení interními disky  
 PCI sloty: minimáln 4x PCIe x8 slot 
 DVD ROM 
 LAN: 4x 1000BASE-T 
 SAN: 2x FC 8Gb/s port, minimáln na dvou nezávislých HBA 
 Zdroj 1+1 – redundantní, hot-swap, redundantní chlazení 
 Karta pro vzdálenou správu 
 Servery musí disponovat integrovanou pedporuchovou diagnostikou pro 
procesory, pamti, pevné disky, zdroje, VRM (Voltage Regulator Moduly), 
ventilátory a svtelnou diagnostikou. Diagnostický panel umožující 
okamžité urení vadné komponenty i pi odpojeni serveru od napájení. 
 K serverm bude dodán server management software. 
 Záruka 5 let on-site 24x7 s garancí opravy do 24 hodin. 
Virtualizaní software bude splovat následující požadavky: 
 

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o Virtualizaní software nepracuje prostednictvím hostitelského operaního 
systému. 
o Hypervisor nainstalovaný pímo na hardware, umožující plnou virtualizaci x86 
stroje 
o Na stran administrátora je teba zajistit centralizované uživatelské rozhraní pro 
ízení celé infrastruktury a graficky reprezentovat logickou strukturu virtuální 
infrastruktury.  
o Je nutné zajistit možnost penosu bžícího virtuálního serveru na druhý fyzický 
server, a to bez nutnosti perušení jeho innosti. 
o Fyzické prostedky hlavních server (disky, pam, procesory) budou 
prostednictvím virtualizaního software pidlovány jednotlivým „virtuálním 
serverm“ 
o Návrh virtuální serverové infrastruktury musí umožovat další rozšiování 
fyzických kapacit server a pidávání dalších fyzických server, pro pípad 
rostoucích nárok na výkon hardware.  
Požadavky na ostatní software 
Souástí nabídky musí být licence na následující software: 
 komunikaní software pro správu email, podpora POP3 a iMAP, kompatibilita 
s operaním systémem + 90x klientská pístupová licence, podpora clusterového 
provozu (nap. MS Exchange) 
 2 x Operaní systém podporující virtualizaci s licencí pro minimáln 4 virtuální 
servery, ne OEM verze  
Minimální požadavky na datové úložišt
Pedmtem zakázky v tomto bod je vytvoení vysoce dostupného datového úložišt pro 
redundantní uložení dat aplikací zadavatele. 
Redundantní datové úložišt, jako funkn jednotný celek se skládá z centrální logické vrstvy 
a dvou nezávislých diskových subsystém, kdy vždy jedna polovina ešení bude umíst na 
v jiné serverovn a budou navzájem propojeny technologií Fibre Channel a iSCSI. Tento 
celek musí splovat následující funkcionality: 
 Celé datové úložišt musí tvoit jeden konfiguraní celek, jehož rutinní denní správa 
se provádí z jedné administrátorské konzole 
 Datové úložišt musí být tvoeno alespo dvma nezávislými diskovými subsystémy 
umístnými v rzných serverovnách. Pedmtem výbrového ízení v tomto ohledu 
tak je dodávka obou diskových subsystém. 
 Datové úložišt musí být rozšiitelné o další diskové subsystémy jiných výrobc a 
znaek a umožnit všechny dále popisované funkce zabezpeení dat nezávisle na 
konkrétních typech instalovaných diskových systém. 
 Doplnitelnost o iSCSI disková pole 
 Doplnitelnost o FC disková pole 
 
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 ešení musí obsahovat minimáln 8 x 1 Gbps iSCSI port na frontendu. 
 ešení musí umožovat synchronní zrcadlení všech nebo pouze vybraných 
diskových svazk mezi obma diskovými systémy. 
 Synchronní zrcadlení dat mezi diskovými poli rzných typ a výrobc. 
 Transparentní failover (tj. provozované servery a aplikace nesmí zaznamenat 
výpadek) v pípad výpadku celého jednoho diskového pole nebo jednoho zaízení 
zajišujícího redundanci diskových prostor. 
 V rámci redundantního datového úložišt vetn SAN nesmí být žádný Single Point 
of Failure, tzn. že všechny komponenty musí být zdvojeny. 
 Transparentní failover bez nutnosti zásahu obsluhy musí být možný i v pípad
geograficky distribuovaného ešení. 
 Migrace dat mezi rznými diskovými poli za plného chodu server i aplikací. 
 Možnost vytváení a udržování garantovan aplikan konzistentních snapshot nad 
jednotlivými LUNy pomocí grafické konzole, bez nutnosti skriptování. 
 Možnost udržovat pro každý LUN alespo 34 snapshot (24 hodinových, 7 denních a 
3 msíní). 
 Navrhované datové úložišt musí disponovat integrací s nejbžnjšími aplikaními a 
databázovými systémy pro vytváení konzistentních, tj. garantovateln obnovitelných, 
snapshot. Minimáln je požadována integrace se systémy Microsoft Exchange, 
Oracle a Microsoft SQL Server. Uchaze uvede v technickém popisu ešení seznam 
podporovaných aplikaních a databázových systém. 
 V cen musí být alespo 10 agent pro zajištní garantovan aplikan
konzistentních snapshot pro všechny uvedené aplikace v libovolné kombinaci 
(ochrana investice do budoucna). 
 Možnost zpístupnní snapshotu jakémukoliv serveru pro tecí i zápisové operace 
pomocí jednotné grafické konzole. 
 Continuous Data Protection (CDP) – ešení musí umožnit u vybraných svazk návrat 
k podob svazku v jakémkoli okamžiku v ase alespo 2 dny zptn pro celou 
kapacitu datového úložišt. 
 CDP musí být integrální souástí datového úložišt. 
 Možnost zpístupnní dat ze CDP jakémukoliv serveru pro tecí i zápisové operace 
pomocí jednotné grafické konzole. 
 Intregrace zálohování do Virtual Tape Library (VTL) pímo z aplikan konzistentních 
snapshot vytváených datovým úložištm a to bez úasti aplikaních server. 
 V pípad, že jsou nkteré funkní vlastnosti popsané výše licencovány, musí být tyto 
licence souástí nabídky a nabídkové ceny. 
 Každý navrhovaný diskový subsystém musí splovat minimáln následující kritéria: 
 Dva redundantní diskové adie, každý se 4 GB cache, která musí být 
zabezpeena proti výpadku napájení na dobu delší než 72 hodin. 
 Požadavky na kapacitu: 
 
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 Osazeno 15 x 600 GB Fibre Channel nebo SAS 15 000 RPM disk nebo 
rychlejší 
 Podpora instalace Fibre Channel nebo SAS 15 000 RPM disk nebo rychlejších o 
velikosti 600 GB. 
 Podpora zabezpeení dat minimáln na úrovních RAID 0, 1, 5, 6 a 10. 
 Možnost spolené instalace disk Fibre Channel, resp. SAS a disk SATA v rámci 
jednoho shelfu diskového systému. 
 Možnost vytváení diskových prostor rozložených pes více RAID skupin z dvod
výkonnosti.  
 Možnost rozšíení diskového pole na alespo 75 instalovaných pevných disk bez 
nutnosti instalace dodateného diskového pole se samostatnými adii/controllery. 
 V rámci popisu technického ešení uchaze uvede pesný typ a parametry 
navrhovaných diskových subsystém a navrhovaného datového úložišt. 
 Diskový subsystém musí umožovat osazení dodatené cache alespo 200 GB, 
která rozšiuje stávající cache adi. 
 Diskový subsystém musí umožovat osazení SSD disk technologie SLC. 
Minimální požadavky na provedení 
 ešení musí být instalovatelné do 19“ rack systému 
 Souástí musí být veškeré prvky SAN infrastruktury pro pipojení diskových polí a zde 
uvedených aplikaních server
 Veškeré potebné komponenty pro vytvoení funkní redundantní infrastruktury, jako 
jsou na píklad Fibre Channel Switche, propojovací kabely (vyjma propojovacích 
kabel mezi serverovnami) apod. musí být souástí nabídky. 
 Souástí nabídky bude 1 x Redundantní zdroj napájení On-line UPS minimáln 3 000 
VA pro instalaci do 19“ rozvade. 
 Mezi serverovnami je natažen FO kabel SM 9/125 um, k dispozici jsou 4 volná 
nezakonená vlákna – souástí nabídky bude zakonení optických kabel na obou 
stranách ve stávající optické van.  
 Souástí nabídky bude jeden aktivní prvek pro každou serverovnu s minimálními 
parametry 1 x 24 10/100/1000, 4 T/SFP pln kompatibilní se stávajícími aktivními 
prvky 
Minimální požadavky na zálohování 
Souástí ešení musí být zálohovací software pro odlévání dat do VTL s následujícími 
parametry: 
 Integrovatelný s diskovou virtualizací. 
 Certifikovaný výrobcem diskové virtualizace. 
 Zálohovací software musí podporovat dodávanou VTL 
 Zálohovací software musí být multiplatformní (backup server mže být provozován na 
platformách Windows, Linux pípadn Unix) 
 
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Souástí ešení musí být zálohovací zaízení typu VTL, které v sob zahrnuje následující 
funkce: 
 Souástí VTL musí být deduplikace 
 VTL zaízení s kapacitou 5 TB deduplikovaných dat 
 VTL musí být podporována navrhovaným zálohovacím systémem 
 Intregrace zálohování do Virtual Tape Library (VTL) pímo z aplikan konzistentních 
snapshot vytváených datovým úložištm a to bez úasti aplikaních server. 
 Možnost upgradu až na 8 x 1Gbps port. 
Minimální požadavky na služby, technickou podporu a záruky 
 Souástí nabídky a nabídkové ceny musí být všechny služby související se 
zprovoznním celkového ešení a pedání zadavateli do rutinního provozu, zejména 
však: 
 doprava do místa instalace, 
 fyzická instalace ešení, 
 rozšíení infrastruktury SAN, 
 instalace a konfigurace datového úložišt, 
 Instalace VMware server, 
 migrace stávajících server do virtuální infrastruktury, 
 instalace vCenter serveru a konfigurace vysoké dostupnosti ešení VMware, 
 provedení failover test potvrzujících funknost ešení dle zadání a nabídky, 
 migrace dat ze stávajících datových úložiš do nového datového úložišt, 
 administrátorské školení v míst instalace pro pracovníky zadavatele v rozsahu 
alespo dvou pracovních dn. 
 Souástí nabídky a nabídkové ceny musí být služby technické podpory dodavatele, 
po dobu 1 roku, na navrhované hardwarové komponenty v režimu 7x24 s reakcí do 2 
hodin od nahlášení servisního požadavku v pípad závady libovolné komponenty 
celého ešení, tzn. veškeré závady eší dodavatel. 
 Souástí nabídky a nabídkové ceny musí být záruka minimáln 36 msíc na 
veškeré dodávané hardwarové komponenty. 
 Souástí nabídky a nabídkové ceny musí být maintenance pro všechen software 
datového úložišt na dobu alespo 1 roku umožující zadavateli pístup k novým 
verzím produktm, opravám produkt a technické podpoe výrobce. 
 Souástí nabídky a nabídkové ceny musí být maintenance pro všechen dodávaný 
VMware software na dobu 1 roku umožující zadavateli pístup k novým verzím 
produktm, opravám produkt a technické podpoe výrobce. 
 
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Další požadavky na ešení 
 V rámci popisu technického ešení uchaze uvede pesnou specifikaci služeb a 
technické podpory, které jsou souástí nabídky a nabídkové ceny. 
 Souástí popisu ešení musí být popis chování ešení v pípad výpadku jednoho 
diskového systému. 
Organizaní:  
Implementace a školení do xx.y.2011. 
Uchaze doloží schopnost zajistit úplnou kompatibilitu s požadovaným informaním 
systémem po celou dobu udržitelnosti projektu (do xx.y.2016) estným prohlášením, že má 
smluvn zajištnu: 
a) spolupráci s dodavatelem píslušného informaního systému, nebo 
b) potebnou dokumentaci a zpístupnní datových struktur, nebo 
c) subdodávku potebných komponent 
Toto estné prohlášení bude souástí nabídky uchazee. 
Klasifikace pedmtu veejné zakázky (CPV kód):   
Hlavní pedmt:  48800000-6  - Informaní systémy a servery 
Další pedmty :  30233141-1 - Vícenásobné diskové pole nezávislých disk (RAID) 
                              72511000-0 - Programové vybavení pro správu sít
3. Pedpokládaná hodnota zakázky a prohlídka místa plnní
Celková pedpokládaná cena veejné zakázky je 2 600 000, - K bez DPH.   
Zadavatel umožuje všem uchazem zúastnit se prohlídky místa budoucího plnní, která 
se uskutení dne xx.y.2011 se srazem v 900 hodin v zasedací místnosti na adrese Vzorová 
1234, Vzor. Prohlídky místa budoucího plnní se mohou z dvod kapacitních zúastnit 
maximáln dva zástupci za každého uchazee o veejnou zakázku. Úast na prohlídce místa 
budoucího plnní je na vlastní riziko zástupc uchazee o veejnou zakázku. Prohlídka místa 
budoucího plnní slouží výhradn k seznámení uchaze se stávajícím místem budoucího 
plnní a s jeho technickými a provozními parametry. Pi prohlídce místa budoucího plnní 
mohou uchazei vznášet dotazy a pipomínky, ale odpovdi na n mají pouze informativní 
charakter a nejsou pro zadání veejné zakázky podstatné. 
4. Lhta a místo pro podání nabídky 
Nabídky mohou uchazei doruit osobn nebo doporuen poštou na adresu:  
Msto Vzor, Vzorová 1234, 123 45 Vzor, na podatelnu v zapeetné obálce s oznaením 
„VEEJNÁ ZAKÁZKA - Poízení technologického centra msta Vzor v rámci 
PROJEKTU „Rozvoj služeb eGovernmentu ve správním obvodu ORP Vzor“ – 
NEOTVÍRAT“ v termínu do xx.y.2011 do 08.00 hodin.  
Za okamžik pevzetí nabídky zadavatelem je považováno pevzetí nabídky podatelnou 
zadavatele. 
5. Požadavky na prokázání splnní kvalifikace 
 
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Kvalifikaci splní dodavatel, který prokáže splnní:  
1) Základních kvalifikaních pedpoklad dle § 53 zákona . 137/2006 Sb. 
Dodavatel prokazuje splnní základních kvalifikaních pedpoklad pedložením:  
a) výpisu z evidence Rejstíku trest [odst. 1 písm. a) a b)],  
b) potvrzení píslušného finanního úadu a ve vztahu ke spotební dani estné prohlášení 
podepsané osobou oprávnnou jednat jménem/za dodavatele, v nmž dodavatel estn
prohlásí splnní tohoto požadavku [odst. 1 písm. f)],  
c) potvrzení správy sociálního zabezpeení podle § 22, písm. d) zákona . 589/1992 Sb., o 
pojistném na sociální zabezpeení a píspvku na státní politiku zamstnanosti, ve znní 
pozdjších pedpis [odst. 1 písm. h)],  
d) estného prohlášení dodavatele podepsané osobou oprávnnou jednat za dodavatele, v 
nmž dodavatel estn prohlásí splnní tohoto požadavku [odst. 1 písm. c) až e) a g), i) až 
l)].  
Doklady prokazující splnní základních kvalifikaních pedpoklad a výpis z obchodního 
rejstíku nesmjí být k poslednímu dni, ke kterému má být prokázáno splnní kvalifikace, 
starší 90 kalendáních dn.  
2) Profesních kvalifikaních pedpoklad dle § 54 zákona . 137/2006 Sb. 
Splnní profesních kvalifikaních pedpoklad prokáže dodavatel, který pedloží: 
a)  výpis z obchodního rejstíku, 
b) doklad o oprávnní k podnikání podle zvláštních právních pedpis v rozsahu 
odpovídajícím pedmtu veejné zakázky, zejména doklad prokazující píslušné 
živnostenské oprávnní i licenci. 
3) Ekonomické a finanní kvalifikaní pedpoklady
Splnní ekonomických a finanních kvalifikaních pedpoklad dle § 55 prokáže dodavatel, 
který pedloží: 
a) pojistnou smlouvu, pípadn pojistný certifikát nebo potvrzení o pojištní, jejímž 
pedmtem je pojištní odpovdnosti za škodu zpsobenou dodavatelem tetí osob,  
b) rozvahu podle zvláštních právních pedpis (zákon . 563/1991 Sb., o úetnictví, ve 
znní pozdjších pedpis) nebo uritou ást takové rozvahy dle § 55 odst.1 písm. b) zákona 
za roky 2007, 2008 a 2009; s vyznaením razítka místn píslušného Finanního úadu; 
z rozvahy bude patrný hospodáský výsledek, 
c) údaj o obratu dosaženém dodavatelem s ohledem na pedmt veejné zakázky, a to 
za poslední 3 úetní období (jestliže dodavatel vznikl pozdji nebo prokazateln zahájil 
innost vztahující se k pedmtu veejné zakázky pozdji, postaí, pedloží-li údaje o svém 
obratu za všechna úetní období od svého vzniku nebo od zahájení píslušné innosti). 
Splnní ekonomických a finanních kvalifikaních pedpoklad dodavatel prokáže pro bod: 
a) kopií tohoto dokumentu, 
b) kopií tchto dokument, 
c) estným prohlášením. 
Minimální úrove ekonomických a finanních kvalifikaních pedpoklad pro bod: 
a) zadavatel požaduje pojištní na pojistnou ástku minimáln 10 000 000,- K,  
b) zadavatel požaduje, aby v pedložených rozvahách za roky 2007, 2008 a 2009 ml 
kladný hospodáský výsledek 
 
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c) zadavatel požaduje obrat dosažený dodavatelem v dodávkách odpovídajících 
pedmtu této veejné zakázky alespo 10 000 000,- K bez DPH (za každé ze tí 
posledních úetních období). 
3) Technické kvalifikaní pedpoklady v rozsahu podle § 56, odst. 1. písm. a) zákona  
Uchaze doloží, že v posledních 3 letech realizoval (tzn. dokonil) v pozici generálního 
dodavatele: 
- nejmén 3 významné dodávky HW a SW obdobného charakteru (dodávky, instalace a 
související technické podpory server, diskových polí a vizualizace v požadovaném rozsahu 
technicky srovnatelné s pedmtem zakázky) s tím, že hodnota každé z tchto dodávek 
inila minimáln 3 mil. K bez DPH.  
-referenci na nejmén jednu dodávku obsahující technologie VTL od stejného výrobce jako 
je nabízená technologie 
-referenci na nejmén jednu dodávku obsahující technologii vizualizace diskových polí od 
stejného výrobce jako je nabízená technologie  
-referenci na nejmén jednu dodávku obsahující technologii diskových polí stejného typu a 
výrobce jako je nabízená technologie 
§56 odst.4 : certifikát systému ízení jakosti vydaného podle eských technických norem 
akreditovanou osobou ISO 9001, certifikát management bezpenosti informací dle SN 
ISO/IEC 27001 a certifikát management služeb dle SN ISO/IEC 20000 – všechny certifikáty 
budou platné. 
Uchaze doloží následující certifikace: 
Microsoft Certified Systems Engineer (min 2 specialisté), 
prokázání dosažení nejvyšší možné certifikace na nabízenou serverovou virtualizaci (min 2 
specialisté),  
prokázání dosažení certifikace pracovníka na nabízenou diskovou virtualizaci (min 2 
specialisté),  
prokázání dosažení certifikace na opravu server pro virtualizaci nabízeného výrobce 
hardware, 
prokázání certifikace na instalaci diskových polí od stejného výrobce jako je nabízená 
technologie.  
Doklady prokazující splnní kvalifikace pedkládá uchaze v kopii. (dle § 57) 
6. Hodnotící kriteria a metoda jejich použití 
Základním kritériem hodnocení je stanovena ekonomická výhodnost nabídky. 
Dílí hodnotící kritéria: 
Celková nabídková cena v. DPH s váhou 85% 
Délka záruní doby na celý pedmt zakázky v msících s váhou 15% s omezením na max. 
6 let. 
(minimální požadavek zadavatele je vymezen v bodu 2 v ásti Minimální požadavky na 
služby, technickou podporu a záruky). 
Pro hodnocení nabídek bude použita bodovací metoda se stupnicí v rozsahu 1 až 100. 
Každé jednotlivé nabídce bude dle dílího hodnotícího kritéria pidlena bodová hodnota, 
 
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která bude odrážet úspšnost pedmtné nabídky v rámci dílího kritéria. Hodnocení podle 
bodovací metody bude provedeno tak, že jednotlivá bodová ohodnocení nabídek dle dílích 
kritérií se vynásobí píslušnou vahou daného kritéria. Na základ soutu výsledných hodnot 
u jednotlivých nabídek bude stanoveno poadí úspšnosti jednotlivých nabídek tak, že jako 
nejúspšnjší bude stanovena nabídka, která dosáhla nejvyšší bodové hodnoty. 
ZADÁVACÍ DOKUMENTACE 
7. Podmínky a požadavky na zpracování nabídky 
Návrh smlouvy: 
Uchaze je povinen pedložit v nabídce návrh smlouvy. Návrh smlouvy musí být ze strany 
uchazee podepsán statutárním orgánem nebo osobou píslušn zmocnnou. Originál nebo 
úedn ovená kopie zmocnní musí být v takovém pípad souástí nabídky uchazee. 
Pedložení nepodepsaného textu smlouvy není pedložením návrhu této smlouvy. Nabídka 
uchazee se tak stává neúplnou a zadavatel vylouí takového uchazee z další úasti na 
veejné zakázce.  
Uchazeem pedložený návrh smlouvy musí po obsahové i formální stránce bezvýhradn
odpovídat veškerým požadavkm uvedeným v zadávacích podmínkách.  
8. Požadavky na zpsob zpracování nabídkové ceny 
Uchaze pedloží nabídkovou cenu jako celkovou v této struktue: 
Cena díla bez DPH.  
Sazba DPH.  
Celková cena díla vetn DPH.  
V pípad, že uchaze není plátcem DPH, pedloží nabídkovou cenu v této struktue: 
Celková cena díla vetn poznámky o tom, že uchaze není plátcem DPH.  
Nabídková cena ve výše uvedeném lenní bude uvedena na krycím listu nabídky.  
Nabídková cena bude uvedena v CZK.  
Nabídková cena musí obsahovat ocenní všech položek nutných k ádnému splnní 
pedmtu veejné zakázky. Souástí sjednané ceny jsou tedy veškeré práce a dodávky, 
poplatky a jiné náklady nezbytné pro ádnou a úplnou realizaci díla.  
Cena uvedená v nabídce bude považována za definitivní a nepekroitelnou.  
Cena pedmtu zakázky bude splatná na základ faktury dodavatele, po pedání pedmtu 
zakázky a podpisu pedávacího protokolu obma stranami.  
Zadavatel neposkytuje finanní zálohy.  
Faktura jako daový a úetní doklad bude obsahovat náležitosti dle obchodních zvyklostí a 
obecn závazných právních pedpis a bude podkladem pro zaplacení služby. Faktura bude 
obsahovat íslo smlouvy a bude oznaena íslem projektu CZ.1.06/2.1.00/06.06733 a její 
pílohou bude kopie pedávacího protokolu potvrzeného povenou osobou zadavatele.  
 
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Pokud faktura nebude vystavena v souladu s platebními podmínkami nebo nebude splovat 
požadované náležitosti, je zadavatel oprávnn ji dodavateli vrátit; vrácením pozbývá faktura 
splatnosti. Splatnost faktury bude minimáln 30 dn od jejího doruení zadavateli.  
9. Doba a místo plnní zakázky 
Pedpokládaný termín zahájení plnní: ervenec 2011 
Pedpokládaný termín ukonení plnní: listopad 2011 
Místo plnní: Obec s rozšíenou psobností Vzor 
10. Další práva a podmínky vyhrazené zadavatelem 
Zadavatel vyluuje možnost podání variantních nabídek.  
Dodavatel je podle ustanovení § 2 písm. e) zákona . 320/2001 Sb., o finanní kontrole ve 
veejné správ a o zmn nkterých zákon, ve znní pozdjších pedpis, osobou povinou 
spolupsobit pi výkonu finanní kontroly provádné v souvislosti s úhradou zboží nebo 
služeb z veejných výdaj. 
Dodavatel je povinen archivovat originální vyhotovení smlouvy vetn jejích dodatk, 
originály úetních doklad a dalších doklad vztahujících se k realizaci pedmtu této 
smlouvy po dobu 10 let od zániku této smlouvy, minimáln však do roku 2021. Po tuto dobu 
je zhotovitel povinen umožnit osobám oprávnným k výkonu kontroly projekt provést 
kontrolu doklad souvisejících s plnním této smlouvy.  
Dodavatel je povinen všechny písemné zprávy, písemné výstupy a prezentace opatit 
vizuální identitou projekt dle Pravidel pro provádní informaních a propaganích opatení 
(viz píloha . 4 Píruky pro žadatele a píjemce). Zhotovitel prohlašuje, že ke dni nabytí 
úinnosti této smlouvy je s tmito pravidly seznámen. V pípad, že v prbhu plnní této 
smlouvy dojde ke zmn tchto pravidel, je zadavatel povinen o této skutenosti zhotovitele 
bezodkladn informovat.  
Dodavatel se zavazuje, že veškeré originální úetní doklady vztahující se k plnní této 
zakázky budou obsahovat informaci, že se jedná o projekt IOP a budou oznaeny íslem 
projektu CZ.1.06/2.1.00/06.06733. 
11. Pokyny pro zpracování nabídky 
Nabídka bude pedložena v jednom vyhotovení v písemné form, v eském jazyce. 
Nabídka nebude obsahovat pepisy a opravy, které by mohly zadavatele uvést v omyl. 
Nabídka bude podána na adrese pro podání nabídek uvedené zadavatelem v oznámení 
zadávacího ízení v uzavené obálce oznaené názvem veejné zakázky, na které musí být 
uvedena adresa, na níž je možné nabídku podle § 71 odst. 6) zákona vrátit. 9  
Všechny listy nabídky budou ádn oíslovány vzestupnou íselnou adou a nabídka bude 
zajištna proti neoprávnné manipulaci.  
Nabídka bude seazena do tchto oddíl:  
- Krycí list nabídky.  
- Obsah nabídky.  
- Prokázání kvalifikace.  
- Cenová nabídka.   
- Technická specifikace ešení.  
 

- 92 - 

- Popis zajištní kompatibility s informaními systémy  
- estné prohlášení uchazee o schopnosti zajistit úplnou kompatibilitu s vybraným IS (dle 
bodu B výzvy).  
- Závazný harmonogram prací.  
- Návrh smlouvy o dílo, podepsaný oprávnným zástupcem uchazee a opatený razítkem.   
Smlouva o dílo musí obsahovat a respektovat veškerá ustanovení obchodních podmínek, 
které jsou souástí této zadávací dokumentace. Po pedání nabídky jsou zmny v návrhu 
SOD ze strany uchazee nepípustné. Zadavatel je však oprávnn znní smlouvy 
pipomínkovat, v návrhu smlouvy musí být nabídnutá cena definována jako nejvýše 
pípustná.  
Smlouva o dílo musí obsahovat zejména: 
a) údaje o uchazei v. statutárních zástupc a jejich tel. ísel, faxu apod. 
b) záruku za jakost všech ástí dodávky v msících – minimáln 24 msíc (hodnotící 
kritérium) 
c) termín plnní  
d) platební podmínky – Dodávky budou uhrazeny ve lht 90 dn po dokonení a pedání a 
po zprovoznní celého systému a pevzetí vetn všech doklad. Zálohy nebudou 
poskytovány.  
e) smluvní sankce za nedodržení termínu dokonení  - 3.000,-K/den,  
f) smluvní sankce za nedodržení termínu odstranní reklamovaných vad v prbhu 
záruní doby - v K za každý zapoatý den prodlení: 1.000,- K/den 
g) Smluvní sankce za nezaplacení faktury investorem - 0,05% /den 
h) Smluvní sankce za prodlení s nástupem na odstranní reklamaních vad v prbhu 
záruní doby - v K za každý zapoatý den prodlení: 1.000,- K/den 
i) možnosti a dvody odstoupení od smlouvy 
  j)  Podrobný harmonogram zpracování zakázky 
  k) Požadavky na souinnost zadavatele. 
Poskytování dodatených informací
V pípad, že nkterý z uchaze o veejnou zakázku bude mít jakýkoliv dotaz vztahující se 
k zadávací dokumentaci, je povinen tento dotaz doruit v písemné podob na urenou 
adresu zadavatele: 
    Msto Vzor  
    Vzorová .p. 1234 
    123 45 Vzor 
Zadavatel odešle dodatené informace k zadávacím podmínkám, pípadn související 
dokumenty nejpozdji do 5 pracovních dn ode dne doruení požadavku dodavatele. 
Dodatené informace, vetn pesného znní žádosti, doruí zadavatel souasn všem 
dodavatelm, kteí požádali o poskytnutí zadávací dokumentace.  
Veškeré informace poskytne zadavatel uchazem pouze písemn a doruí je v souladu 
§148 odst. 2 zákona výhradn prostednictvím držitele poštovní licence jako doporuenou 
zásilku.  
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Zadávací lhta, po kterou je uchaze svoji nabídkou vázán
Uchaze je svou nabídkou vázán po celou zadávací lhtu. 
Zadávací lhta je zadavatelem stanovena do xx.y.2011  
Zadávací lhta zaíná bžet okamžikem skonení lhty pro podání nabídek a koní dnem 
doruení zadavatele o výbru nejvhodnjší nabídky. Zadávací lhta se prodlužuje 
uchazem, s nimiž mže zadavatel v souladu s tímto zákonem uzavít smlouvu, až do doby 
uzavení smlouvy podle §82 odst.3 zákona  nebo do zrušení zadávacího ízení.  
12. Místo a doba konání otevírání obálek 
Otevírání obálek je veejné a uskutení se 23.5.2011 ve 12.00 hod na Mstském úadu Vzor 
( Nádražní 833) v malé zasedací místnosti. 
13. Podání odvolání 
Podmínkou pro podání návrhu k ÚHOS je podání námitek k zadavateli, které je nutné doruit 
do 15 dn ode dne, kdy se dodavatel dozvdl o úkonu zadavatele, který napadá. Zadavatel 
je povinen námitky vyídit do 10 dn. Návrh je nutné doruit ÚHOS i zadavateli do 10 dn od 
doruení rozhodnutí zadavatele o námitkách nebo do 25 dn od odeslání námitek, pokud 
zadavatel o námitkách nerozhodl. 
Subjekt u kterého lze získat informace o podání odvolání 
Úední název:  Úad pro ochranu hospodáské soutže 
Poštovní adresa:  t. Kapitána Jaroše 7 
Obec:    Brno   
14. Informace o výsledku výbrového ízení 
Uchazei budou o výsledku výbrového ízení informováni písemn.  
15. Další podmínky zadavatele 
Nabídky, které nesplní podmínky této výzvy, budou z hodnocení vyazeny.  
Zadavatel si vyhrazuje právo odmítnutí všech nabídek, právo zmnit nebo zrušit soutž a 
právo možnosti neuzavení smlouvy s žádným z uchaze v zákonem stanovených 
pípadech. 
Žádný z uchaze nemá ani ve výše uvedených pípadech nárok na náhradu náklad
spojených s vypracováním a podáním nabídky. 
Ve Vzoru dne  x.y.2011 
Zpracovatel textové ásti zadávací dokumentace:              Josef Vzor 
             vedoucí oddlení IT 
 

- 94 - 

Formulá - Krycí list nabídky
pro právnické a fyzické osoby 
pro veejnou zakázku 
Pedmt veejné zakázky:
Poízení technologického centra msta Vzor v rámci projektu „Rozvoj 
služeb eGovernmentu ve správním obvodu ORP Vzor“ 
Uchaze o veejnou zakázku - identifikaní údaje  
Obchodní firma 
nebo název pípadn  
jméno a píjmení  ** 
Sídlo, místo podnikání ** 
pípadn  
místo trvalého pobytu 
( celá adresa vet. PS )  
Právní forma:** 
I:**  DI:
Jméno a píjmení statutárního 
orgánu nebo jeho len, 
pípadn jiné fyzické osoby 
oprávnné jednat jménem této 
právnické osoby 
Délka záruní doby v msících s omezením na max. 6 let Msíc
Celková nabídková cena v K: 
Celková nabídková cena v K bez DPH:** K
Da z pidané hodnoty v K: K
Celková nabídková cena v K vetn DPH: K

V ……………………,   dne …………… 
     
               …………………………………. 
                                                                                                  Razítko a podpis uchazee 

**siln vyznaená ást je urena ke tení pi otevírání obálek  
