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IV SINPRED / VI Encontro de Rede Cariniana 
Dias 15 a 17 de mayo de 2019, Goiânia, GO 
Marco normativo: ISO 14721 
¿La aplicación del modelo OAIS garantiza la creación de repositorios confiables?  
¿Una institución que implementa el modelo OAIS puede asegurar la confiabilidad, 
integridad, autenticidad y usabilidad de sus documentos digitales en el futuro?  
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Marco normativo: ISO 14721 
Paquete de Información de Transferencia (SIP) (submission information package 
(SIP)): 
Paquete de Información que se entrega por el Productor al OAIS para usarlo en la 




Marco normativo: ISO 14721 
Paquete de Información de Archivo (PIA), Archival information package (AIP) 
Paquete de Información, que se conserva en un OAIS, y que consta de la Información 




Marco normativo: ISO 14721 
Paquete de Información de Consulta (PIC) (dissemination information package (DIP): 
Un Paquete de Información, derivado de uno o más AIP, y enviado por el Archivo al 
Usuario en respuesta a su solicitud al OAIS. 
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Guía de normas para evaluar la confiabilidad de un repositorio 
2002: Trusted Repositories Attributes & Responsibilities. TRAC.  
TRAC hoy: https://www.crl.edu/sites/default/files/d6/attachments/pages/trac_0.pdf 
2005: RLG/NARA Draft Audit Check-list for Repository Certification. 
2006-2007: CRL and DCC Pilot Repository Audits. Después Drambora. 
Dec 2006: Catalogue of Criteria for Trusted Digital Repositories published (in English) by Nestor  
Feb 2007: Digital Repository Audit Method Based on Risk Assessment (DRAMBORA) published by CRL and 
OCLC. Glasgow, 2009.  
2007: Birds of a Feather group of audit checklist standardisation. Sección 5 del Modelo OAIS  
Mar 2008: DRAMBORA Interactive released  
May 2008: Data Seal of Approval by DANS 
Nov 2008: Version 2 of the Nestor repository criteria  
Oct 2009: CCSDS draft standard on Repository Certification. De aquí se desprende la ISO 16363. 
Jan 2010: CRL. Certification and assessment of digital repositories 
DINI Certificate for Open Access Repositories and Publication Services 2016.  
2017: UNE - ISO 16363. Versiones previas.  
RDA: RDA/WDS Certification of Digital Repositories IG 
Certification and Assessment of Digital Repositories 6 repositorios certificados 






Las normas que permiten auditar y certificar un repositorio se basan en la 
definición de repositorio dada por la ISO 14721, esto no sólo significa que 
adhieren a la misma definición de OD, sino que, fundamentalmente para esta 
presentación que asumen que un repositorio es una organización (constituída por 
personas y tecnología) que se define por su capacidad para asegurar la 
preservación y el acceso a largo plazo de los objetos digitales (incluída la 
comprensión y la posibilidad de uso), eso significa, ni más ni menos que la 
auditoría y eventualmente la certificación deberían centrarse en la preservación.  
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A destacar: ejes 
Parece claro entonces que se tienen que revisar elementos que están vinculados 
a la organización en sí misma (personas y tecnología) y 
funciones/procesos/procedimientos que aseguren que el repositorio cumpla con 
su objetivo más allá de los cambios tecnológicos y los cambios en la comunidad 
designada. 
Lo importante en este camino es ir de un modelo de menor a mayor pero que 
contemple con complejidad creciente los tres aspectos. 
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Auditoría 
Sin importar el tamaño o propósito del repositorio, se debe alentar la utilización de 
una lista de verificación como una herramienta para la evaluación objetiva, interna o 
externa, y sin importar si se cumple para reunir información local,  evaluación o 
como parte de un proceso de certificación. La auditoría es la base para comparar 
las capacidades con un conjunto de criterios centrales para un repositorio digital 
confiable. La certificación es un paso adicional que algunos repositorios tomarán y / 
o deberán tomar para el reconocimiento formal y objetivo.El resultado de cualquier 
auditoría debe verse en el contexto en el que se realizó. 
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Auditoría y certificación 
10 
Directrices seleccionadas para la evaluación 
● TRAC Base de ISO 16363 
● DINI 
● NESTOR 
● ISO 16363 
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TRAC: AUDIT & CERTIFICATION CRITERIA                                                                                    
  A.  Organizational Infrastructure                                                                                                                                
A1. Governance & organizational viability                                                                                                         
A2. Organizational structure & staffing                                                                                                               
A3. Procedural accountability & policy framework 
A4. Financial sustainability 
A5. Contracts, licenses, & liabilities                                                                                                                       
    B. Digital Object Management                                                                                                                                    
B1. Ingest: acquisition of content                                                                                                                          
B2. Ingest: creation of the archivable package                                                                                                  
B3. Preservation planning                                                                                                                                       
B4. Archival storage & preservation/maintenance of AIPs                                                                             
B5. Information management                                                                                                                               
B6. Access management                                                                                                                                         
C.  Technologies, Technical Infrastructure, & Security                                                                                        
C1. System infrastructure                                                                                                                                        
C2. Appropriate technologies                                                                                                                                 
C3. Security  
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La lista de verificación se divide en tres secciones: 
A. Infraestructura organizacional. 
B. Gestión de objetos digitales 




El Certificado DINI comprende ocho criterios que se describen con detalle en esta 
sección. Los criterios son: 
Criterio 1 – Visibilidad del servicio. 
Criterio 2 – políticas  
Criterio 3 – Asesoramiento a autores y editoriales  
Criterio 4 – Aspectos legales 
Criterio 5 – Seguridad de la información 
Criterio 6 – Indexación e interfaces  
Criterio 7 – Estadísticas de acceso  
Criterio 8 – Disponibilidad a largo plazo 
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Una mayor visibilidad y potencialmente un mayor reconocimiento son 
ventajas características de las publicaciones electrónicas, en especial las 
que están en acceso abierto. Para extraer el máximo beneficio de este 
potencial, debe difundirse ampliamente el rango completo de ofertas de un 
repositorio. Debe ser visible no sólo para el usuario inmediato e individual –
con independencia de si uno quiere leer una publicación concreta o 
emplearla de alguna otra manera, o si uno quiere publicar un documento– 
sino también para servicios externos tales como motores de búsqueda u 
otros servicios referenciales. Además de las interfaces técnicas necesarias 
es fundamental el registro de un servicio local con las pertinentes agencias.  
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1 Visibilidad del servicio 
16 http://sedici.unlp.edu.ar/ha
ndle/10915/66517 
1 Visibilidad del servicio 
La fiabilidad y la transparencia juegan un 
papel primordial en la provisión de Servicios 
de Documentación y Publicaciones. Es 
crucial para el respectivo proveedor de 
servicios describir claramente los servicios 
ofertados y realizar declaraciones sobre 
los criterios relacionados con los 
contenidos y sobre las operaciones 
técnicas (por ejemplo sobre tipos de 
documentos, usuarios a los que se dirige, 
sostenibilidad del servicio) a través de una 
política públicamente disponible. 
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2 Políticas 
El objetivo es apoyar el proceso completo de publicación en el 
marco del Servicio de Documentación y Publicaciones. Para 
aquellos que hagan uso de los servicios para publicar (i. e. autores 
y editoriales allí donde sea aplicable) es importante facilitar 
información visible y bien estructurada, que dé respuesta a las 
preguntas más relevantes sobre publicación electrónica. Las 
páginas importantes deben estar accesibles desde la web del 
Servicio de Documentación y Publicaciones y pueden 
adicionalmente estar disponibles en otros formatos (p. ej. tarjetas o 
folletos). La información puede incluir recursos externos. 
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3 Asesoramiento a autores y editoriales 
19 
4 Aspectos legales 
El proveedor de un Servicio de Documentación y Publicaciones precisa de 
ciertos derechos de uso para ofrecer documentos al público y para facilitar 
su archivo a largo plazo. Estos derechos deben ser concedidos por el/los 
autor/es y el/los editor/es. Esto se realiza a través de un acuerdo formal, la 
llamada licencia de depósito. En este acuerdo debe regularse asimismo 
que no se infringen los derechos de tercera parte alguna y que el proveedor 
del servicio está exento de cualquier responsabilidad en el caso de que se 
infringieran tales derechos de terceras partes. Se recomienda a todos los 
proveedores de un Servicio de Documentación y Publicaciones colaborar 
con el departamento legal de su institución y recabar asesoramiento 




4 Aspectos legales 
Para garantizar un Servicio de Documentación y Publicaciones fiable 
que satisfaga los requisitos generales de la publicación científica, el 
sistema técnico subyacente y la estructura de la organización deben 
cumplir criterios básicos con respecto a la seguridad de la 
información. Estos criterios se especifican en los Common Criteria tal 
como se publican en la norma internacional ISO/IEC 15408. Los 
contenidos principales son seguridad ante fallos, seguridad operacional 
y fiabilidad de la infraestructura técnica, así como disponibilidad, 
integridad y autenticidad de los documentos publicados. El Servicio de 
Documentación y Publicaciones debe ser seguro frente a ataques, 
mala utilización, errores de operación y mal funcionamiento y fallo 
técnico. Para garantizar esto deben tomarse medidas de tipo 





5 Seguridad de la información 
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5 Seguridad de la información 
Para poder encontrar un documento electrónico fuera 
del sistema local es clave que esté indexado con 
metadatos descriptivos y que estos metadatos 
estén disponibles para el procesamiento por 
máquina. En el núcleo de esto están los servicios de 
referencia y otros servicios adicionales que 
suministran terceras partes utilizando los datos y 
documentos suministrados por el Servicio de 
Documentación y Publicaciones. Opciones de 
búsqueda local y otros servicios adicionales son parte 







6 Indexación de interfases 
Las estadísticas de acceso basadas en los datos de servidor son 
la base cualitativa, cuantitativa o tecnológica para la evaluación 
del servicio. A nivel de ―documento‖ la información de uso puede 
reflejar el impacto de un documento – sea como un impacto 
original de uso que puede tomarse como complementario respecto 
a otros conceptos de impacto (p. ej. una cita) o como un predictor 
de las citas. La información de uso relativa a un objeto puede 
ayudar en el futuro a detectar ciclos de uso de la información 
científica –incluso desglosada para diferentes disciplinas– y 







7 Estadísticas de acceso 
Este certificado está enfocado a Servicios de Documentación y 
Publicaciones y no a archivos digitales a largo plazo tal como se tratan en 
el Catálogo de Criterios para Archivos Digitales a Largo Plazo  
Fiables de NESTOR (Network of Expertise in long-term Storage and 
availability of digital Resources). Sin embargo, determinadas cuestiones 
relativas al archivo a largo plazo son también válidas para Servicios de 
Documentación y Publicaciones, en especial dado que los documentos 
publicados se transfieren a menudo a una institución de archivo a largo 







8 Disponibilidad a largo plazo 
NESTOR: catálogo de criterios para Repositorios 
confiables 
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NESTOR: catálogo de criterios para Repositorios 
confiables 
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El objetivo del catálogo es formular un conjunto de criterios (organizacionales y 
técnicos) que puede usar un amplio espectro de repositorios digitales que desean 
mantener sus objetos digitales por largos períodos de tiempo. Abstracción. 
 
  
Conformidad con OAIS.  
NESTOR: principios básicos para aplicar los criterios 
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                      Documentación 
 
                                                         Transparencia 
                        Adecuación                      
                                                                     Cuantificación 
NESTOR: Catálogo de criterios 
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A. Marco de referencia organizacional 
B. Gestión del objeto                             
C. Infraestructura y seguridad                      
                   
                                                          
                                       






 Catálogo de criterios  
 
NESTOR: Catálogo de criterios  
A. Marco de referencia organizacional 
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1 El RD ha definido sus objetivos. 
1.1 Ha desarrollado criterios para la selección de sus objetos digitales. 
1.2 El RD asume la responsabilidad por la preservación a largo plazo de la 
información representada en los objetos digitales. 
1.3 El RD ha definido su/sus comunidad designada.                 
                   
 
                                                          
                                       
                                                                 
NESTOR: Catálogo de criterios 
A. Marco de referencia organizacional 
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2 El repositorio garantiza a la comunidad designada el uso adecuado de la 
información representada en los objetos digitales. 
2.1 El RD concede a su comunidad designada acceso a la información 
representada en los objetos digitales. 
2.2 El RD asegura que la comunidad designada puede interpretar 
correctamente los objetos digitales. 
                   
 
                                                          
                                       
                                                                 
NESTOR: Catálogo de criterios 
A. Marco de referencia organizacional 
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3 Se respetan las reglas legales y contractuales. 
3.1 Existen contratos legales entre productores y el RD. 
3.2 En el devenir de sus tareas de archivado, el repositorio actúa sobre la 
base de reglas legales.. 
3.3 Con respecto al uso el RD actúa sobre la base de los requerimiento 
legales. 
                   
 
                                                          
                                       
                                                                 
NESTOR: Catálogo de criterios 
A. Marco de referencia organizacional 
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4 La forma organizacional es adecuada para el RD. 
4.1 El financiamiento adecuado del RD está asegurado. 
4.2 Tiene disponible el número adecuado de personal calificado. 
4.3 Existen estructuras organizacionales adecuadas para el RD. 
4.4 El RD aborda el planeamiento a largo plazo. 
4.5 La continuidad de las tareas de preservación aún más allá de la 
existencia del RD. 
           
                   
 
                                                          
                                       
                                                                 
NESTOR: Catálogo de criterios 
A. Marco de referencia organizacional 
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5 La gestión de la calidad se conduce de manera adecuada. 
5.1 Todos los procesos y las responsabilidades han sido definidos. 
5.2 El repositorio digital documenta todos sus elementos con base en 
procesos definidos. 
5.3 El repositorio digital reaccione ante cambios sustanciales. 
 
                   
 
                                                          
                                       
                                                                
NESTOR:  




NESTOR: Catálogo de criterios 
B. Gestión del objeto 
6 El RD asegura la integridad de los objetos digitales durante todas 
las etapas de procesamiento. 
6.1 Ingesta: el RD asegura la integridad de los objetos digitales. 
6.2 Archivo: el RD asegura la integridad de los objetos digitales. 
6.3 Acceso: el RD asegura la integridad de los objetos digitales. 
 
                   
 
                                                          
                                       
                                                                 
NESTOR: Catálogo de criterios 
B. Gestión del objeto 
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7 El RD asegura la autenticidad del objeto digital y sus metadatos 
durante todas las etapas de procesamiento. 
7.1 Ingesta: el repositorio digital asegura la autenticidad de los objetos 
digitales. 
7.2 Archivo: el repositorio digital asegura la autenticidad de los objetos 
digitales. 




                   
 
                                                          
                                       
                                                                 
NESTOR: Catálogo de criterios 
B. Gestión del objeto 
39 
8 El repositorio digital tiene un plan estratégico para todas las 
medidas que toma para la preservación digital 
 
                   
 
                                                          
                                       
                                                                 
NESTOR: Catálogo de criterios 
B. Gestión del objeto 
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9 El RD acepta objetos digitales desde los productores en 
base a criterios definidos. 
9.1 El RD especifica los objetos de transferencia (Submission 
Information Packages, SIPs). 
9.2 El RD identifica cuáles características de los objetos digitales 
son significativas para la información de la preservación.. 
9.3 El RD tiene control físico sobre los objetos digitales para poder 
llevar adelante la preservación a largo plazo. 
 
                   
 
                                                          
                                       
                                                                 
NESTOR: Catálogo de criterios 
B. Gestión del objeto 
41 
10 El almacenamiento de los archivos de los OD es emprendido de 
acuerdo a las especificaciones definidas. 
10.1  El RD define sus objetos de archivo (Archival Information Packages, 
AIPs). 
10.2  El RD toma a su cargo la transformación de los objetos de transferencia 
(SIPs) a objetos de archivo (AIPs). 
10.3  El RD garantiza el almacenamiento y legibilidad de los AIPs. 




                   
 
                                                          
                                       
                                                                 
NESTOR: Catálogo de criterios 
B. Gestión del objeto 
42 
11 El RD permite el uso de los objetos digitales de acuerdo a criterios 
definidos. 
11.1  El RD define el uso de los objetos (Dissemination Information Packages, 
DIPs). 




                   
 
                                                          
                                       
                                                                 
NESTOR: Catálogo de criterios 
B. Gestión del objeto 
43 
12 El sistema de gestión de datos es capaz de proveer las funciones 
necesarias para el RD. 
12.1  El RD de manera unívoca y permanente identifica sus objetos y 
relaciones. 
12.2  El RD adquiere/desarrolla metadatos adecuados para la descripción e 
identificación formal y basada en el contenido de los objetos digitales.. 
12.3  El RD desarrolla metadatos adecuados para la descripción estructural 






                   
 
                                                          
                                       
                                                                 
NESTOR: Catálogo de criterios 
B. Gestión del objeto 
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12 El sistema de gestión de datos es capaz de proveer las funciones 
necesarias para el RD. 
12.4 El RD desarrolla los metadatos adecuados para almacenar los cambios 
realizados por el RD a los objetos digitales. 
12.5  El RD desarrolla los metadatos adecuados para la descripción técnica de los 
OD. 
12.6 El RD desarrolla los metadatos adecuados para para almacenar los derechos 
de y condiciones de uso. 





                   
 
                                                          
                                       
                                                                 






NESTOR: Catálogo de criterios 
C. Infraestructura y seguridad  
46 
13 La infraestructura tecnológica es adecuada. 
13.1  La infraestructura de IT implementa las demandas de gestión de 
objetos.. 







                   
 
                                                          
                                       
                                                                 
NESTOR: Catálogo de criterios 
C. Infraestructura y seguridad  
47 
14 La infraestructura protege al RD y a sus objetos digitales. 
 





                   
 
                                                          
                                       
                                                                 
ISO 16363:2012 Audit and certification of trustworthy digital repositories 
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Las secciones 1 y 2 son informativas y las secciones 3-5 proporcionan las 
métricas sobre:  
 
3. Infraestructura Organizativa 
4. Gestión del objeto digital 
5. Gestión de riesgos de Infraestructura y seguridad 
Cada criterio es acompañado de una justificación, ejemplos y explicación 





3.1 Viabilidad de la  





3.1.1 El repositorio debe tener una 
declaración de la misión que refleje su 
compromiso con la información digital para su 




POLÍTICA DE COLECCIÓN 
3.1.2 El repositorio debe tener un Plan 
Estratégico de Conservación que defina el 
enfoque que el repositorio mantendrá en el 
soporte a largo plazo de su misión: 1) Plan de 
continuidad y 2) saber cuándo ejecutarlos. 
3.1.3 El repositorio debe tener 
una Política de Colección que 
especifique el tipo de información 
que preservará. 
Lo que está en 
violeta en realidad 
es parte del punto 












¿QUIÉN HACE QUÉ? 
 
PROGRAMA DE DESARROLLO DEL 
PERSONAL 
3.2.1 El repositorio debe tener identificadas y establecidas las 
responsabilidades necesarias a llevar a cabo. 1) Debe haber 
identificado las funciones y el personal para cumplir esas 
funciones 2) en la cantidad adecuada y 3) formado!  
 
 
3.2.1.1 Plan de dotación de personal; definición de 
competencias; descripciones del trabajo; planes de 
desarrollo profesional; certificados de formación y 
acreditación; además de la evidencia de que el repositorio 
revisa estos documentos. 
 
3.2.1.2 Organigramas; definiciones de los roles y 
responsabilidades. 
3.2.1.3 El repositorio debe contar con un 
activo programa de desarrollo profesional 




3                 Infraestructura organizativa 
  3.3 Marco de procedimiento de responsabilidad y política de 
conservación 
La documentación asegura a las partes interesadas (usuarios y productores ) 
que el repositorio cumple con sus requisitos y es un repositorio de confianza. Un 
repositorio tiene que producir la documentación que refleja su Declaración de la 





3                 Infraestructura organizativa 
  3.3 Marco de procedimiento de responsabilidad y política de 
conservación 
3.3.1 El repositorio debe tener definida su Comunidad Específica y debe 
tener estas definiciones accesibles. 
3.3.2 El repositorio debe contar con Políticas de Conservación para 
asegurar que cumplirá con su Plan Estratégico de Conservación. 
3.3.2.1 El repositorio debe tener mecanismos para la revisión, actualización y 
desarrollo continuo de sus Políticas de Conservación tal y como el repositorio 
crece y cómo evolucionan la tecnología y la práctica de la comunidad. 
 







3                 Infraestructura organizativa 
  
3.3 Marco de procedimiento de responsabilidad y política de 
conservación 
3.3.3 El repositorio debe tener una historia documentada de los cambios en 
sus operaciones, procedimientos, software y hardware. 
Los inventarios de bienes de capital; documentación de la adquisición, 
implementación, actualización y retirada del repositorio del software y hardware 
crítico; registros de los calendarios y políticas de retención y disposición, de las 




3                 Infraestructura organizativa 
  
3.3 Marco de procedimiento de responsabilidad y política de 
conservación 
3.3.4 El repositorio debe comprometerse con la transparencia y la 
rendición de responsabilidad en todas las acciones de apoyo al funcionamiento 
y gestión del repositorio que afecte a la conservación del contenido digital a 
través del tiempo. 
Los informes de las auditorías y certificaciones técnicas y financieras; divulgación 
de los documentos de gobierno, revisión independiente de programas, así como 




3                 Infraestructura organizativa 
  
3.3 Marco de procedimiento de responsabilidad y política de 
conservación 
3.3.5 El repositorio debe definir, recopilar, rastrear y proporcionar 
adecuadamente sus mediciones de integridad de la información. 
Escrito sobre la definición o especificación de las medidas de integridad del 
repositorio (por ejemplo, la suma de controles calculada o el valor hash); 
documentación de los procedimientos y mecanismos para el seguimiento de las 
medidas de integridad y para responder a la monitorización de las mediciones de 
integridad que indican si el contenido digital está en riesgo; un proceso de 
auditoría para la recogida, el seguimiento y la presentación de las mediciones de 
integridad; Política de Conservación y documentación del flujo de trabajo. 
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3                 Infraestructura organizativa 
  3.3 Marco de procedimiento de responsabilidad y política de 
conservación 
3.3.6 El repositorio debe estar comprometido con un programa regular de 
autoevaluación y certificación externa 
Listas de control de fechas de las autoevaluaciones y/o auditorías de terceros; 









3.3 Marco de procedimiento de 





HISTORIA DOCUMENTADA DE LOS CAMBIOS:  
TRANSPARENCIA Y RENDICIÓN DE 
RESPONSABILIDAD 
3.3.2.1 El repositorio debe tener mecanismos para la revisión, y 
desarrollo continuo de sus Políticas de Conservación tal y como el 
repositorio crece y cómo evolucionan la tecnología y las prácticas. 
Debe tener una historia documentada de los cambios en sus 
operaciones, procedimientos, software y hardware. 
Debe comprometerse con la transparencia y la rendición 
de responsabilidad en todas las acciones de apoyo al 
funcionamiento y gestión del repositorio que afecte a la 
conservación del contenido digital a través del tiempo. 
POLÍTICAS DE 
CONSERVACIÓN 
MEDICIONES DE INTEGRIDAD DE LA 
INFORMACIÓN 
PROGRAMA REGULAR DE AUTOEVALUACIÓN 
Y CERTIFICACIÓN EXTERNA 
Debe definir, recopilar, rastrear y proporcionar 
adecuadamente sus mediciones de integridad de la 
información. p.e. hash. 
Debe estar comprometido con un 
programa regular de autoevaluación 
y/o certificación externa 
3                 Infraestructura organizativa 
  3.4 Sostenibilidad financiera 
3.4.1 El repositorio debe contar en su sitio con procesos de planificación de 
negocios a corto y largo plazo para mantener el repositorio a lo largo del tiempo. 
Actualizado, varios años de planes estratégicos, operativos y/o de actividad; estados 
financieros anuales auditados; previsiones financieras con múltiples opciones de 
presupuestos; planes de contingencia; análisis de mercado. 
3.4.2 El repositorio debe tener prácticas financieras y procedimientos que sean  
transparentes, que cumplan con las normas y prácticas de contabilidad pertinentes, y  
auditadas por terceros de conformidad con los requisitos legales nacionales. 
Requisitos de consulta demostrados en la planificación y prácticas de actividad; 
notificaciones y/o ejemplos de los requisitos de contabilidad y auditoría, normas y 






3                 Infraestructura organizativa 
  3.4 Sostenibilidad financiera 
3.4.3 El repositorio debe tener un compromiso continuado en analizar e 
informar sobre el riesgo financiero, el beneficio, la inversión y el gasto 
(incluyendo activos, licencias y pasivos) 
Documentos de gestión de riesgos que identifican las amenazas percibidas y las 
potenciales y respuestas planificadas o puestas en ejecución (un registro del 
riesgo); documentos de planificación en inversión de infraestructura tecnológica; 
análisis de coste/beneficio; documentos de inversiones financieras y carteras; 
requisitos y ejemplos de licencias, contratos y administración de activos; 












3.4 Sostenibilidad financiera 
 
PLANIFICACIÓN 
ECONÓMICA  A  
CORTO Y LARGO PLAZO 
PRÁCTICAS FINANCIERAS 
Y PROCEDIMIENTOS TRANSPARENTES 
3.4.1 Debe contar con procesos de planificación 
económica a corto y largo plazo para mantener el 
repositorio. 
3.4.2 Debe tener prácticas financieras y 
procedimientos que sean transparentes, que puedan 
ser auditadas por terceros de conformidad con los 
requisitos legales. 
Análisis e informe de riesgos 
3.4.3 Debe tener un compromiso para analizar e 
informar sobre el riesgo financiero, el beneficio, la 
inversión y los gastos. 
3                 Infraestructura organizativa 
  3.5 Contratos, licencias, y pasivos 
3.5.1 El repositorio debe tener y mantener los contratos apropiados o 
contratos de depósito para los materiales digitales que gestiona, conserva, 
y/o para los que proporciona acceso 
Debidamente firmados y ejecutados los convenios de depósito y de los 
certificados de conformidad  con las leyes y regulaciones locales, nacionales e 
internacionales; políticas en materia de acuerdos de depósito de terceros; las 
definiciones de los niveles de servicio y los usos permitidos; políticas de 
repositorio en el tratamiento de "obras huérfanas" y resolución de disputas de 
derechos de autor; informes de las evaluaciones de riesgo independientes de 
estas políticas; procedimientos para la revisión y el mantenimiento de 








3                 Infraestructura organizativa 
  3.5 Contratos, licencias, y pasivos 
3.5.1.1 El repositorio debe tener contratos o acuerdos de depósito que especifiquen 
y transfieran todos los derechos de conservación necesarios, y deben documentarse 
los derechos transferidos 
Convenios de depósito; especificación(ones) de derechos cedidos por diferentes tipos 
de contenido digital (si es aplicable); declaraciones de política sobre el requisito de 
derechos de conservación. 
Como el derecho de modificar la información digital está a menudo restringido por 
derecho de autor, es importante que los convenios incluyan permiso de modificar los 








3                 Infraestructura organizativa 
  3.5 Contratos, licencias, y pasivos 
3.5.1.2 El repositorio debe haber especificado todos los aspectos pertinentes 
de la  adquisición, mantenimiento, acceso y retirada de acuerdos escritos 
con los depositantes y otras partes pertinentes 
Esto es necesario con el fin de garantizar que son entendidos y aceptados por 
todas las partes las funciones respectivas del repositorio, los productores de 
contenido digital y la transferencia de la responsabilidad de la conservación. 
Correcta ejecución de acuerdos de transferencia, convenios de depósito, y 









3                 Infraestructura organizativa 
  3.5 Contratos, licencias, y pasivos 
3.5.1.3 El repositorio debe tener políticas escritas que indiquen cuando 
acepta la responsabilidad de la conservación del contenido de cada conjunto de 
objetos de datos transferidos 
Correcta ejecución de acuerdos de transferencia, convenios de depósito, y 
escrituras de donación; confirmación de recepción enviada al 
productor/depositante. 
3.5.1.4 El repositorio debe contar con políticas establecidas para abordar la 
responsabilidad y desafíos en la propiedad/derechos. 
Una definición de los derechos, licencias y permisos de los productores y 
























ACCESO Y RETIRADA 
3.5.1 El repositorio debe tener y mantener los contratos apropiados o 
contratos de depósito para los materiales digitales que gestiona, 
conserva, y/o para los que proporciona acceso. 
  
3.5.1.2 Debe haber especificado todos los aspectos 
pertinentes de la adquisición, mantenimiento, acceso 
y retirada de acuerdos. 
POLÍTICAS DE PROPIEDAD/DERECHOS 
3.5.1.3 Debe tener políticas escritas que indiquen cuando 
acepta la responsabilidad de la conservación del contenido 
de cada conjunto de objetos. 
POLÍTICAS DE CONSERVACIÓN  
DE CONTENIDO 
3.5.1.4 Debe contar con políticas establecidas 
para abordar la responsabilidad y desafíos en la 
propiedad/derechos 
3.5.1.1 El repositorio debe tener contratos o acuerdos de depósito que 
especifiquen y transfieran todos los derechos de conservación 
necesarios, y deben documentarse los derechos transferidos. 
 
3                 Infraestructura organizativa 
  3.5 Contratos, licencias, y pasivos 
3.5.2 El repositorio debe rastrear y administrar los derechos de propiedad 
intelectual y las restricciones en el uso de los contenidos del repositorio como 
exige el acuerdo, contrato o licencia de depósito. 
Una declaración de la Política de Conservación que defina y especifique los 
requisitos del repositorio y los procedimientos para la gestión de los derechos de 
propiedad intelectual; convenios de los depositantes; plantillas de los convenios 
y otros documentos que especifiquen y se ocupen de los derechos de propiedad 
intelectual; documentación de monitorización del repositorio en el tiempo, 
cambios en estado y propiedad intelectual de los contenidos digitales 
















3.5 Contratos, licencia y pasivos 
 
3.5.2 El repositorio debe rastrear y administrar los derechos de 
propiedad intelectual y las restricciones en el uso de los contenidos 









Gestión del  
objeto digital 
  
4.1 Ingreso: adquisición de contenido 
 
INFORMACIÓN 
4.1.3 El repositorio debe tener especificaciones 
adecuadas que permitan el reconocimiento y análisis de 
los SIPs 
4.1.4 El repositorio debe tener mecanismos para 
verificar apropiadamente la identidad del Productor 
de todos los materiales 
4.1.2 El repositorio debe especificar claramente la 
información que necesita ser asociada con la Información 
de Contenido específica en el momento de su depósito 
4.1.5 El repositorio debe tener un proceso de ingreso 
que verifique cada SIP por completitud y exactitud 
4.1.6 El repositorio debe obtener control suficiente 
sobre los Objetos Digitales para conservarlos 
4.1.7 El repositorio debe proveer al 
productor/depositante con las acciones adecuadas 
en puntos acordados durante el proceso de ingreso 
4.1.8 El repositorio debe tener documentos vigentes 
de las acciones de los procesos de administración 
relevantes para la adquisición de contenido 
SIPS 
PRODUCTOR 






Gestión del  
objeto digital 
  
4.1 Ingreso: adquisición de contenido 
 
PROCEDIMIENTOS 
DOCUMENTO DE LA  
INFORMACIÓN DE  
CONTENIDO 
4.1.1.1 Debe tener un(os) procedimiento(s) para 
identificar las Propiedades de la Información que 
conservará. 
4.1.1.2 Debe tener un documento de la Información 
de Contenido y de las Propiedades de la Información 
que conservará 
4.1.1 El repositorio debería identificar la Información de 
Contenido y las Propiedades de la Información que va a 
preservar. 
4 Gestión del objeto digital 
 
  
4.2 Ingreso: creación del AIP  
4.2.1 El repositorio debe tener conservada una descripción para cada AIP o 
cada clase  de AIPs, adecuada para el análisis del AIP y las necesidades de 
conservación a largo plazo 
4.2.1.1 El repositorio debe ser capaz de identificar qué descripción se aplica a 
qué AIP Justificación 
4.2.1.2 El repositorio debe tener una descripción para cada AIP que sea 
adecuada para la conservación a largo plazo, permitiendo la identificación y 

















Gestión del  
objeto digital 
  
4.2 Ingreso: creación del AIP 
 
AIP 
DESCRIPCIÓN DE AIP 
4.2.1.1 El repositorio debe ser capaz de identificar qué 
descripción se aplica a qué AIP Justificación 
4.2.1.2 El repositorio debe tener una descripción para 
cada AIP que sea adecuada para la conservación a 
largo plazo, permitiendo la identificación y análisis de 
todos los componentes requeridos dentro del AIP 
4.2.1 El repositorio debe tener conservada una 
descripción para cada AIP o cada clase de AIPs, 
adecuada para el análisis del AIP y las necesidades de 
conservación a largo plazo 
4 Gestión del objeto digital 
 
  
4.2 Ingreso: creación del AIP 
4.2.2 El repositorio debe tener una descripción de cómo los AIPs son 
construidos desde los SIP 
Documentos de descripción de procesos; documentación de la relación entre el 
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objeto digital 
  
4.2 Ingreso: creación del AIP 
 
DESCRIPCIÓN DE 
CÓMO LOS AIP SON 
CONSTRUIDOS 
4.2.2 El repositorio debe tener una descripción de cómo 
los AIPs son construidos desde los SIP 
El repositorio debe tener conservada una descripción 
para cada AIP o cada clase de AIP, adecuada para el 
análisis del AIP y las necesidades de conservación a 
largo plazo 
4 Gestión del objeto digital 
 
  
4.2 Ingreso: creación del AIP 
4.2.3 El repositorio debe documentar la disposición final de todos los SIP 
En particular, tiene que comprobarse el aspecto siguiente: 
4.2.3.1 El repositorio debe seguir procedimientos documentados cuando un 
SIP no se incorpore a un AIP o se descarte, indicándose las razones 
Ficheros de procesos del sistema; calendarios de conservación; convenios del depositante o 
donante/escrituras de donación; sistema de registro de seguimiento de la procedencia; sistema de ficheros 
de log; documentos de descripción de proceso; documentación de vinculación del SIP con el AIP; 
documentación evidente de cómo los AIP derivan de los SIP; documentación del estándar/proceso sobre el 
cual sucede la normalización; documentación del resultado de normalización y de cómo el AIP resultante 
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4.2.3 El repositorio debe documentar la disposición final 
de todos los SIP 
4.2.3.1 El repositorio debe seguir procedimientos 
documentados cuando un SIP no se incorpore a un 
AIP o se descarte, indicándose las razones 
El repositorio debe tener conservada una descripción 
para cada AIP o cada clase de AIP, adecuada para el 
análisis del AIP y las necesidades de conservación a 
largo plazo 
4 Gestión del objeto digital 
 
  
4.2 Ingreso: creación del AIP 
4.2.4 El repositorio debe tener y usar una convención para generar 
identificadores unívocos y continuos para todos los AIP. Tienen que 
comprobarse los siguientes aspectos: 
4.2.4.1 El repositorio debe identificar unívocamente cada AIP en el propio repositorio 
4.2.4.1.1 El repositorio debe de disponer de identificadores unívocos 
4.2.4.1.2 El repositorio debe asignar y mantener identificadores continuos 
4.2.4.1.3 La documentación debe describir cualquier proceso empleado para cambiar 



















4 Gestión del objeto digital 
 
  
4.2 Ingreso: creación del AIP 
4.2.4 El repositorio debe tener y usar una convención para generar 
identificadores unívocos y continuos para todos los AIP. Tienen que 
comprobarse los siguientes aspectos: 
4.2.4.1.4 El repositorio debe ser capaz de proporcionar una lista completa de todos 
esos identificadores y hacer controles aleatorios por las duplicaciones 
4.2.4.1.5 El sistema de identificadores debe ser adecuado para validar los actuales y 
futuros requisitos del repositorio, tal como el número de objetos 
 
 
Documentación describiendo los nombres convenidos y las evidencias físicas 
de su aplicación. (Ejemplo, los logs). 
 
 
4.2.4.2 El repositorio debe tener un sistema de seguridad de conexión/servicio 
de resolución para encontrar unívocamente el objeto identificado sin importar 




Este sistema es necesario para que las acciones vinculadas a los AIPs puedan 
ser rastreadas en el tiempo y ante cualquier cambio en el sistema o 
almacenamiento. 
 
Ejemplos de Cómo el Repositorio Puede Demostrar que Está Cumpliendo con 
Este Requisito 
 
Documentación describiendo los nombres convenidos y la evidencia física de 




















4 Gestión del objeto digital 
 
  
4.2 Ingreso: creación del AIP 
4.2.4 El repositorio debe tener y usar una convención para generar 
identificadores unívocos y continuos para todos los AIP. Tienen que 
comprobarse los siguientes aspectos: 
4.2.4.2 El repositorio debe tener un sistema de seguridad de conexión/servicio de 
resolución para encontrar unívocamente el objeto identificado sin importar su 
ubicación física 
Documentación describiendo los nombres convenidos y la evidencia física de sus 
aplicaciones. (Ejemplo, los logs). Documentación describiendo los nombres 





















4 Gestión del objeto digital 
 
  
4.2 Ingreso: creación del AIP 
4.2.5 El repositorio debe tener acceso a las herramientas y recursos necesarios 
para proveer la Información de Representación fidedigna para todos los objetos 
digitales que contengan. Tienen que comprobarse los siguientes aspectos: 
4.2.5.1 El repositorio debe tener herramientas y métodos para identificar los tipos de 
ficheros de todos los Objetos de Datos transferidos 
4.2.5.2 El repositorio debe tener herramientas y métodos para determinar qué 
Información  de Representación es necesaria para hacer cada Objeto de Datos 























4 Gestión del objeto digital 
 
  
4.2 Ingreso: creación del AIP 
4.2.5 El repositorio debe tener acceso a las herramientas y recursos necesarios para proveer la 
Información de Representación fidedigna para todos los objetos digitales que contengan. Tienen que 
comprobarse los siguientes aspectos: 
4.2.5.3 El repositorio debe tener acceso a la Información de Representación 
4.2.5.4 El repositorio debe tener herramientas y métodos para asegurar que la Información de 
Representación requerida sea asociada de modo continuo con los Objetos de Datos correspondientes 
Suscripción o acceso a registros de Información de Representación (incluyendo registros de  formato); 
documentos visibles en registros locales (con enlace continuo a los objetos digitales); documentos de bases de 
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4.2 Ingreso: creación del AIP 
 
FICHEROS 
4.2.5.3 El repositorio debe tener acceso a la Información 
de Representación 
4.2.5.1 El repositorio debe tener herramientas y 
métodos para identificar los tipos de ficheros de 
todos los Objetos de Datos transferidos 
4.2.5 El repositorio debe tener acceso a las herramientas 
y recursos necesarios para proveer la Información de 
Representación fidedigna para todos los objetos digitales 
que contengan. Tienen que comprobarse los siguientes 
aspectos: 
4.2.5.2 El repositorio debe tener herramientas y métodos 
para determinar qué Información de Representación es 
necesaria para hacer cada Objeto de Datos comprensible a 





REPRESENTACIÓN ASOCIADA  
4.2.5.4 El repositorio debe tener herramientas y métodos 
para asegurar que la Información de Representación 
requerida sea asociada de modo continuo con los Objetos 
de Datos correspondientes 
4 Gestión del objeto digital 
 
  
4.2 Ingreso: creación del AIP 
4.2.6 El repositorio debe disponer de procesos documentados para adquirir la Información  de Descripción 
de Conservación (PDI) para su Información de Contenido asociada y para adquirir la PDI de acuerdo con los 
procesos documentados. En particular, tiene que comprobar los siguientes aspectos: 
4.2.6.1 El repositorio debe documentar los procesos para adquirir la PDI 
4.2.6.2 El repositorio debe ejecutar sus procesos documentados para adquirir la PDI 
4.2.6.3 El repositorio debe asegurar que la PDI sea continuamente asociada con la  Información de 
Contenido correspondiente 
Procedimientos operativos normalizados; manuales que describan los procedimientos de ―ingreso‖; 
documentación visible sobre la forma en que el repositorio adquiere y gestiona la Información de Descripción de 
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4.2.6.3 El repositorio debe asegurar que la PDI sea 
continuamente asociada con la Información de Contenido 
correspondiente 
4.2.6.1 El repositorio debe documentar los procesos 
para adquirir la PDI 
El repositorio debe disponer de procesos documentados para adquirir la 
Información de Descripción de Conservación (PDI) para su Información de 
Contenido asociada y para adquirir la PDI de acuerdo con los procesos 
documentados. En particular, tiene que comprobar los siguientes aspectos: 
4.2.6.2 El repositorio debe ejecutar sus procesos 
documentados para adquirir la PDI EJECUTAR 
PROCESOS 
PDI ASOCIADA 
4 Gestión del objeto digital 
 
  
4.2 Ingreso: creación del AIP 
4.2.7 El repositorio debe asegurar que la Información de Contenido del AIP es comprensible por su 
Comunidad Específica en cualquier momento de la creación del AIP 
En particular hay que verificar los siguientes aspectos. 
4.2.7.1 El repositorio debe tener un proceso documentado para verificar la inteligibilidad de  la Información 
de Contenido de los AIP en su creación para su Comunidad Específica 
4.2.7.2 El repositorio debe ejecutar el proceso de verificación para cada clase de Información de Contenido  
4.2.7.3 El repositorio debe llevar la Información de Contenido del AIP hasta el nivel requerido de 
inteligibilidad si la verificación de inteligibilidad falla 
Procedimientos de verificación que operen contra los fondos digitales para asegurar su inteligibilidad a la Comunidad Específica definida; registro de que 
estos test han sido llevados a cabo y evaluados; evidencia de la recopilación o identificación de la Información de Representación, para llenar  los vacíos que 
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4.2 Ingreso: creación del AIP 
 
INTELIGIBILIDAD DE LA 
INFORMACIÓN 
4.2.7.3 El repositorio debe llevar la Información de 
Contenido del AIP hasta el nivel requerido de 
inteligibilidad si la verificación de inteligibilidad falla 
4.2.7.1 El repositorio debe tener un proceso 
documentado para verificar la inteligibilidad de la 
Información de Contenido de los AIPs en su creación 
para su Comunidad Específica 
4.2.7 El repositorio debe asegurar que la Información de Contenido del AIP 
es comprensible por su Comunidad Específica en cualquier momento de la 
creación del AIP 
4.2.7.2 El repositorio debe ejecutar el proceso de 
verificación para cada clase de Información de Contenido PROCESO DE 
VERFICACACIÓN 
INFORMACIÓN DE CONTENIDO 
DEL AIP 
4 Gestión del objeto digital 
 
  
4.2 Ingreso: creación del AIP 
4.2.8 El repositorio debe verificar que cada AIP está completo y es correcto desde el momento en que se 
crea 
Descripción del procedimiento que verifica que los AIPs están completos y son correctos; logs del 
procedimiento. 
4.2.9 El repositorio debe proporcionar un  funcionamiento independiente para verificar la integridad de la 
colección/fondo/contenido del repositorio 
Documentación proporcionada por 4.2.1 a través de 4.2.4; convenios documentados y negociados entre el 
productor y el repositorio (véase 4.1.1-4.1.8); logs de las fechas de recepción del material y su acción asociada 




























4 Gestión del objeto digital 
 
  
4.2 Ingreso: creación del AIP 
4.2.10 El repositorio debe tener documentos actualizados de las acciones y procesos de administración 
que son relevantes para la creación del AIP 
Documentación escrita de las decisiones y/o acciones tomadas con sellos de tiempo; metadatos de 





























4 Gestión del objeto digital 
 
  
4.3 Planificación de la conservación 
4.3.1 El repositorio debe tener estrategias de conservación documentadas relevantes para sus 
fondos 
Documentación que identifique cada riesgo de conservación y la estrategia. 
4.3.2 El repositorio debe monitorear su entorno de conservación 
Encuestas a la Comunidad Específica del repositorio. 
 4.3.2.1  El repositorio debe tener dispositivos para monitorear y notificar cuándo la Información de 
Representación es inadecuada para que la Comunidad Específica comprenda los fondos de datos. 
Suscripción a un servicio de registro de Información de Representación; suscripción a un servicio de vigilancia 
de tecnología; encuestas entre los miembros de su Comunidad Específica; procesos de trabajo pertinentes para 






























4 Gestión del objeto digital 
 
  
4.3 Planificación de la conservación 
4.3.3 El repositorio debe tener mecanismos para cambiar sus planes de conservación como resultado de sus 
actividades de monitorización 
Planes de Conservación vinculados a vigilancia(s) tecnológica(s) formal(es) o informal(es); planifica- ción o 
procesos de conservación que se establecen para intervalos más cortos (por ejemplo, no más de cinco años); 
prueba de actualizaciones frecuentes de las Políticas de Conservación y los Planes de Conservación; secciones 
de las Políticas de Conservación que aborden cómo actualizar los planes y que aborden la frecuencia con que 
se requiere que los planes se revisen, reafirmen o actualicen. 
4.3.3.1 El repositorio debe tener mecanismos para crear, identificar o reunir cualquier Información de 
Representación extra que se le requiera 
































4 Gestión del objeto digital 
 
  
4.3 Planificación de la conservación 
4.3.4 El repositorio debe proporcionar evidencia de la efectividad de sus actividades de conservación 
Colección de metadatos de conservación apropiados; prueba de la usabilidad de objetos digitales custodiados 
dentro del sistema seleccionados aleatoriamente; historial demostrable para los objetos digitales conservados 




































4 Gestión del objeto digital 
 
  
4.4 Conservación del AIP 
4.4.1 El repositorio debe tener especificaciones sobre cómo se almacenan los AIPs hasta el nivel de bit 
Documentación del formato de los AIPs; descripciones EAST y Data Entity Dictionary Specification Language 
(DEDSL) de los componentes datos (véase referencias [B6] y [B7]. 
4.4.1.1 El repositorio debe conservar la Información de Contenido de los AIPs  
Documentación del procedimiento del flujo de trabajo de conservación; documentación del procedimiento del 
flujo de trabajo; documentos de la Política de Conservación que especifiquen el tratamiento de los AIPs y bajo 
qué circunstancias se pueden borrar; habilidad para demostrar la secuencia de conversiones para un AIP para 
cualquier objeto digital particular o grupo de objetos ingresados; documentación que vincule los objetos 




































4 Gestión del objeto digital 
 
  
4.4 Conservación del AIP 
4.4.1 El repositorio debe tener especificaciones sobre cómo se almacenan los AIPs hasta el nivel de bit 
Documentación del formato de los AIPs; descripciones EAST y Data Entity Dictionary Specification Language 
(DEDSL) de los componentes datos (véase referencias [B6] y [B7]. 
4.4.1.2 El repositorio debe monitorizar activamente la integridad de los AIPs  
información de su fijeza (por ejemplo, verificaciones) para cada objeto digital/AIP ingresado en el sistema; logs 
de las verificaciones de la fijeza; documentación sobre cómo los AIPs y la información de Fijeza se conservan 





































4 Gestión del objeto digital 
 
  
4.4 Conservación del AIP 
4.4.2 El repositorio debe tener registros contemporáneos a las acciones y procesos de administración 
relevantes para el almacenamiento y la conservación de los AIPs 
Documentación escrita de las decisiones y/o acción llevada cabo; metadatos de conservación registrados, 
almacenados y vinculados a los objetos digitales pertinentes. 
4.4.2.1 El repositorio debe tener procedimientos para todas las acciones llevadas a cabo en los AIPs 
Documentación escrita que describa todas las acciones que se pueden llevar a cabo contra un AIP. 
4.4.2.2 El repositorio debe ser capaz de demostrar que cualquier acción llevada a cabo en los AIPs cumple 
con los requisitos de la especificación de esas acciones 
Metadatos de conservación registrados, almacenados y vinculados a sus correspondientes objetos digitales y 
documentación de esa acción; auditorías de procedimientos del repositorio que muestren que todas las 






































4 Gestión del objeto digital 
 
  
4.5 Gestión de la información 
4.5.1 El repositorio debe especificar los requisitos de información mínimos para permitir a la 
Comunidad Específica descubrir e identificar el material de interés 
Información descriptiva y de recuperación, metadatos de descubrimiento, como Dublin Core y otra 
documentación que describa el objeto. 
4.5.2 El repositorio debe capturar o crear la información descriptiva mínima y asegurarse de que 
está asociada al AIP 
Metadatos descriptivos; identificador o localizador unívoco, interno o externo continuo que esté asociado con el 
AIP (véase también 4.2.4 acerca del identificador unívoco continuo); documentación del sistema y arquitectura 
técnica; convenios del depositante; documentación de la política de metadatos que incorpore detalles de los 
requisitos de metadatos y una declaración que describa dónde cae la responsabilidad de su adquisición; 
























4 Gestión del objeto digital 
 
  
4.5 Gestión de la información 
4.5.3 El repositorio debe mantener una vinculación bidireccional entre cada AIP y su información 
descriptiva 
Metadatos descriptivos; identificador o localizador unívoco, continuo, asociado con el AIP; relación 
documentada entre el AIP y sus metadatos; documentación del sistema y arquitectura técnica; documentación 
del proceso del flujo de trabajo. 
4.5.3.1 El repositorio debe mantener las asociaciones entre sus AIPs y su información descriptiva a lo 
largo del tiempo 
Log que detalle el mantenimiento en curso o verificación de la integridad de los datos y sus relaciones con la 
información descriptiva asociada, especialmente en el seguimiento de la reparación o modificación de un AIP; 
herencia de información descriptiva; mantenimiento del identificador o localizador; relación documentada entre 
el AIP y su información descriptiva; documentación del sistema y arquitectura técnica; documentación del 

























4 Gestión del objeto digital 
 
  
4.6 Gestión de acceso 
El término ―acceso‖ tiene varios significados, incluyendo el acceso de los usuarios al repositorio, por ejemplo, la 
seguridad física y la autenticación de usuarios, y los distintos pasos en el acceso a los documentos (hacer una 
solicitud, comprobar  los  derechos del solicitante, y preparar y enviar un Paquete de Información de Consulta 
[DIP]). Este apartado trata todos estos puntos. Se divide en dos requisitos principales, uno relativo a la 
existencia e implementación de políticas de acceso, y otro relativo a la capacidad del repositorio de demostrar 
que ofrece objetos auténticos como DIP. Así, el primer requisito está relacionado con las solicitudes iniciadas 
por el usuario y la forma en la que el repositorio las gestiona para asegurar que se respectan los derechos y 
acuerdos, se monitoriza la seguridad, se da respuesta a las solicitudes, etc. El segundo requisito está 
relacionado con qué se envía al Consumidor y la confianza que se puede poner en esta información. 
Tiene que entenderse que las capacidades y la sofisticación del sistema de acceso variarán dependiendo de la 
Comunidad Específica del repositorio, y de sus obligaciones para dar acceso. Dada la variedad de repositorios y 




















4 Gestión del objeto digital 
 
  
4.6 Gestión de acceso 
4.6.1 El repositorio debe cumplir con sus Políticas de Acceso Justificación 
Esto es necesario para asegurar que el repositorio ha considerado todos los aspectos del uso que podrían 
afectar a su confiabilidad, particularmente en referencia al soporte a la comunidad de usuarios. 
Declaraciones de políticas disponibles para las comunidades de usuarios; información acerca de las 
posibilidades ofrecidas a los usuarios (matrices de autenticación); logs y pistas de auditoría de peticiones de 
acceso; pruebas explícitas de ciertos tipos de acceso. 
4.6.1.1 El repositorio debe registrar y revisar todos los fallos y anomalías en la gestión de accesos 
Los logs de acceso, la capacidad del sistema de usar herramientas de análisis y monitorización automático y 
generar mensajes de error/problema; notas de las revisiones realizadas y de la acciones llevadas a cabo como 


























4 Gestión del objeto digital 
 
  
4.6 Gestión de acceso 
4.6.2 El repositorio debe seguir políticas y procedimientos que permitan la consulta de objetos digitales 
trazables a los originales, con evidencias que soporten su autenticidad 
Documentos de diseño del sistema; instrucciones de trabajo (si los DIP implican algún procesamiento manual); 
revisiones guiadas del proceso; producción de una copia de ejemplo con evidencias de su autenticidad; 
documentación de los requisitos de la comunidad para evidenciar la autenticidad. 
4.6.2.1 El repositorio debe registrar y actuar ante los problemas relativos a errores en los datos o en las 
respuestas de los usuarios 
Documentos de diseño del sistema; instrucciones de trabajo (si los DIPs implican procesamiento manual); 
revisiones guiadas del proceso; logs de solicitudes y de la producción de DIP; documentación de informes de 




























5. Gestión de riesgos de infraestructura y de seguridad 
5.1 Gestión de riesgos de infraestructura técnica 
5.2 Gestión del riesgo de seguridad 
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RIESGOS DE LA 
INFRAESTRUCTURA 
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  5.1 Gestión de riesgos de infraestructura técnica  
5.2 Gestión del riesgo de seguridad 
 
5.1 Gestión de riesgos de infraestructura técnica 
 5.1.1      El repositorio debe identificar y gestionar los riesgos que afecten a 
sus actividades de conservación y a los objetivos asociados con su 
infraestructura técnica 
5.1.2 El repositorio debe gestionar el número y la localización de copias de 




5.1 Gestión de riesgos de infraestructura técnica 
5.1.1      El repositorio debe identificar y gestionar los riesgos que afecten a 
sus actividades de conservación y a los objetivos asociados con su 
infraestructura técnica 
 1)     Inventario de infraestructura de los componentes del sistema; 
2)     evaluaciones periódicas de la tecnología; 
3)     estimaciones de la obsolescencia de los componentes del sistema; 
4)     exportación de registros auténticos a un sistema independiente; 
5)     uso de software soportado por la comunidad y abierto; 
6)     re-creación de archivos a partir de copias de seguridad. 
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5.1.1 El repositorio debe identificar y gestionar los riesgos que afecten a sus 
actividades de conservación y a los objetivos asociados con su IT 
 5.1.1.1    El repositorio debe utilizar observatorios tecnológicos u otros monitoreos de las tecnologías. 
5.1.1.2    El repositorio debe disponer de hardware y software adecuados para realizar las copias de 
seguridad, conservar el contenido del repositorio y monitorizar sus funciones. 
5.1.1.3    El repositorio debe disponer de mecanismos efectivos para detectar la pérdida/corrupción de bits. 
5.1.1.4    El repositorio debe disponer de un proceso para registrar y reaccionar ante la disponibilidad de 
actualizaciones de seguridad, basado en una evaluación riesgo-beneficio. 
5.1.1.5    El repositorio debe disponer de procesos definidos para cambios en los medios de 
almacenamiento y/o en el hardware (por ejemplo, migración o refresco). 
5.1.1.6    El repositorio debe haber identificado y documentado los procesos críticos que afectan a su 
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PÉRDIDA DE BITS 









5.1.1 Gestión de riesgos de infraestructura 
técnica 
 5.1.1.1 El repositorio debe utilizar observatorios 
tecnológicos u otros sistemas de monitorización de las 
tecnologías 
5.1.1.2 Debe disponer de hardware y software adecuados para 
realizar las copias de seguridad, conservar el contenido. 
5.1.1.4 Debe disponer de un proceso para registrar y 
reaccionar ante la disponibilidad de actualizaciones de 
seguridad, basado en una evaluación riesgo-beneficio 
PROCESO DE REGISTRO Y REACCIÓN 
OBSERVATORIOS 
TECNOLÓGICOS 
5.1.1.3 El repositorio debe disponer de mecanismos efectivos para 
detectar la pérdida y corrupción de bits 
5.1.1.5 Debe disponer de procesos definidos para 
cambios en los medios de almacenamiento y/o en el 
hardware (por ejemplo, migración o refresco) 
5.1.1.6 Debe haber identificado y documentado los 
procesos críticos que afectan su capacidad 
IDENTIFICACIÓN DE PROCESOS CRÍTICOS 
5.1.1.1    El repositorio debe utilizar observatorios tecnológicos u otros 
sistemas de monitorización de las tecnologías 
 
5.1.1.1.1 El repositorio debe disponer de tecnologías hardware adecuadas a los 
servicios que ofrece a las Comunidades Específicas 
5.1.1.1.2 El repositorio debe disponer de procedimientos implantados para 
monitorizar y recibir notificaciones cuando sean necesarios cambios en la 
tecnología hardware 
5.1.1.1.3 El repositorio debe disponer de procedimientos implantados para evaluar 
cuándo  es necesario hacer cambios en el hardware existente 
120 
5.1.1.1    El repositorio debe utilizar observatorios tecnológicos u otros 
sistemas de monitorización de las tecnologías 
 5.1.1.1.4 El repositorio debe disponer de procedimientos, compromiso y 
financiación para reemplazar el hardware cuando la evaluación indique que esto 
se necesita 
5.1.1.1.5 El repositorio debe disponer de tecnologías software adecuadas para los 
servicios que ofrece a sus comunidades específicas 
5.1.1.1.6 El repositorio debe disponer de procedimientos implantados para 
monitorizar y recibir notificaciones cuando sean necesarios los cambios en el 
software 
 121 
5.1.1.1    El repositorio debe utilizar observatorios tecnológicos u otros 
sistemas de monitorización de las tecnologías 
 5.1.1.1.7 El repositorio debe disponer de procedimientos implantados para evaluar 
cuándo se necesitan hacer cambios en el software existente 
5.1.1.1.8 El repositorio debe disponer de procedimientos, compromiso y 




DE MONITOREO DE 
HARDWARE 










5.1.1.1 El repositorio debe utilizar observatorios tecnológicos u 
otros sistemas de monitorización de las tecnologías 
5.1.1.1.1 El repositorio debe disponer de tecnologías hardware 
adecuadas a los servicios que ofrece a las Comunidades Específicas 
5.1.1.1.2 Debe disponer de procedimientos Para monitorizar y 
recibir notificaciones cuando sean necesarios cambios  de hardware 
5.1.1.1.4 Debe disponer de procedimientos, compromiso y 
financiación para reemplazar el hardware cuando se necesite 
PROCEDIMIENTOS, COMPROMISO 
Y FINANCIACIÓN HARDWARE 
TECNOLOGÍA 
5.1.1.1.3 Debe disponer de procedimientos implantados para 
evaluar cuándo es necesario hacer cambios en el hardware 
5.1.1.1.5 Software adecuado para los servicios que 
ofrece a sus comunidades específicas 
5.1.1.1.6 y 5.1.1.1.7 Debe disponer de procedimientos 
para monitorear el software, recibir notificaciones y 
evaluar cuándo realizar los cambios 
PROCESOS DE MONITOREO DE SOFTWARE Y 
EVALUACIÓN DE CAMBIOS 
5.1.1.1.8 El repositorio debe disponer de 
procedimientos, compromiso y financiación para 
reemplazar el software cuando la evaluación indique que 
esto se necesita 
 
PROCEDIMIENTOS Y FINANCIACIÓN SOFTWARE 
5.1.2 El repositorio debe gestionar el número y la localización de copias de 
todos los objetos digitales 
 Ejemplos: Pruebas aleatorias de recuperación; validación de la existencia de un objeto para cada 
localización registrada; validación de una localización registrada en sistemas de almacenamiento para 
cada objeto; comprobación de la información de procedencia y fijeza; registro/log de localización de los 
objetos digitales en comparación con el número previsto y localización de las copias de cada uno de los 
objetos. 
5.1.2.1 El repositorio debe tener mecanismos vigentes para asegurar que están sincronizadas 
cualesquiera/múltiples copias de los objetos digitales 
Sincronización de los flujos de trabajo; análisis de sistema de cuánto tiempo mantiene las copias a 







COPIAS DE LOS 
OBJETOS DIGITALES 








5.1.2.1 El repositorio debe tener mecanismos 
vigentes para asegurar que están 
sincronizadas cualesquiera/múltiples copias de 
los objetos digitales 
 
5.1.2 El repositorio debe gestionar el número y la 
localización de copias de todos los objetos digitales 
 
5.2    Gestión del riesgo de seguridad 
5.2.1      El repositorio debe mantener un análisis sistemático de seguridad de los factores de riesgo 
asociados con los datos, sistemas, personal e instalaciones. 
5.2.2 El repositorio debe tener implementados controles adecuadamente dirigidos a cada uno de 
los riesgos de seguridad definidos. 
5.2.3 El personal del repositorio debe tener roles, responsabilidades y autorizaciones delimitados 
relacionados con los cambios de implementación dentro del sistema. 
5.2.4 El repositorio debe tener un plan(es) de preparación y de prevención de desastres escrita 
adecuada, que incluya al menos una copia de seguridad fuera de las instalaciones de toda la 






















CONTROL DE RIESGOS 
5.2.1      El repositorio debe mantener un análisis sistemático de 
seguridad de los factores de riesgo asociados con los datos, 





PLAN DE DESASTRES 
5.2.3 El personal del repositorio debe tener roles, 
responsabilidades y autorizaciones delimitados relacionados 




PERSONAL CON ROLES Y AUTORIZACIONES 
PARA CAMBIOS 
5.2.4 El repositorio debe tener un plan(es) 
escrito de preparación y de prevención de desastres que 
incluya al menos una copia de seguridad fuera de las 
instalaciones de toda la información conservada 
 
5.2.2 El repositorio debe tener implementados controles 











1) Haga una copia del mismo en su unidad en DRIVE. 
2) Lea atentamente la solapa de preparación para la auditoría. 
3) Complete las solapas 3, 4 y 5 (o las que le sean posibles) siguiendo las instrucciones del punto 1). 
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