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CISCO: Es una empresa global con sede en San José, California, Estados 
Unidos, principalmente dedicada a la fabricación, venta, mantenimiento y 
consultoría de equipos de telecomunicaciones 
CCNP: Cisco Certified Network Professional, certificación en la industria TI, 
cuando se alcanza el nivel intermedio en la carrera CISCO. 
EIGRP: El Protocolo de Enrutamiento de Puerta de enlace Interior Mejorado es 
un protocolo de encaminamiento de vector distancia. 
ETHERCHANNEL: Es una tecnología desarrollada originalmente por Cisco 
como una técnica de conmutador a conmutador de LAN para agrupar varios 
puertos Ethernet en un canal lógico, permitiendo así incrementar el ancho de 
banda. (Froom, R.2015). 
OSPF: Open Shortest Path First, Abrir el camino más corto primero en español, 
es un protocolo de red para encaminamiento jerárquico de pasarela interior o 
Interior Gateway Protocol, 
PROTOCOLOS: Es el conjunto de reglas y estándares que tienen como fin 
controlar las secuencias de los mensajes que suceden en una comunicación 
entre las entidades que forman parte de una misma red. 
ROUTER: Este dispositivo de tipo hardware permite fijar una ruta (protocolo de 
enrutamiento) por la cual pasara cada paquete de datos en la red. Para lograr 
esto almacena los paquetes recibidos y procesa la información de origen y 
destino que poseen. De esta manera permite que varias redes u ordenadores 
operen entre sí y puedan llegar a compartir una conexión a internet. (Bembibre 
2009) 
VLAN: También descritas como dominios de broadcast, usadas para segmentar 














En este trabajo se presenta la solución de las actividades planteadas en 
diferentes entornos empresariales mediante la simulación de dos escenarios que 
se basan en la importancia del campo de las telecomunicaciones aso como de 
electrónica donde se usaran equipos y entornos de programación CISCO 
mediante el software Cisco Packet Tracer permitiendo configuraciones en capa 
2 y capa 3, entornos de enrutamiento en routers también protocolos dinámicos 
EIGRIP y OSPF. 
Configuraciones de switches en capa 2 y capa 3 por medio de Etherchannel 
haciendo usos de protocolos LACP (Link Aggregation Control Protocol) y PAgP 
(Port Aggregation Protocol) y evitando bucles de datos en la red por medio del 
protocolo STP (Spanning Tree Protocol). 
 





In this work, the solution of the activities proposed in different business 
environments is presented by simulating two scenarios that are based on the 
importance of the field of telecommunications as well as electronics where 
CISCO equipment and programming environments will be used through Cisco 
Packet software Tracer allowing configurations in layer 2 and layer 3, routing 
environments in routers as well as dynamic EIGRIP and OSPF protocols. 
Layer 2 and layer 3 switch configurations through Etherchannel making use of 
LACP (Link Aggregation Control Protocol) and PAgP (Port Aggregation Protocol) 
protocols and avoiding data loops in the network through the STP (Spanning Tree 
Protocol) protocol. 












Con las redes basadas en la intención, las organizaciones se vuelven más 
eficientes. Aprovechan la automatización para escalar y proteger su 
infraestructura de red, el diplomado de CCNP ayuda a mejorar las habilidades 
de aprendizaje sobre plataformas CISCO en enrutamiento estático 
(configuración de routers) y dinámico  (conmutación de datos). 
Implementacionl de Enrutamiento de Puerta de enlace Interior Mejorado (en 
inglés, Enhanced Interior Gateway Routing Protocol o EIGRP) es un protocolo 
que utiliza los algoritmos de vector distancia (VD) vasados en el algoritmo de 
Bellman-Ford para calcular las rutas, mejorando las desventajas de VD 
basándose en las características normalmente asociadas con los protocolos del 
estado de enlace. 
Calculos subnetting para reducion de datos en diferentes topologías 
empresariales asi como protocolos OSPF para encaminamiento jerárquico de 
pasarela interior o Interior Gateway Protocol, configuración de vlan, todo esto 






















1. ESCENARIO 1 
 
Figura 1. Escenario 1 
 
Figura 2. Simulación Escenario 1 
 
1.1 Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los 
routers. Configurar las interfaces con las direcciones que se muestran en la 
topología de red. 
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Se realizan las conexiones seriales entre los routers tal como se indican en la 
figura 1. Seleccionando los equipos adecuados donde se usan routers de la seria 
1941 de Cisco Packet Tracer, para realizar una adecuada conexión serial se 
deben apagar cada router e insertar el módulo HWIC-2T y nuevamente 
encenderlo.  
Realizar la tabla de direccionamiento donde se les asigna el nombre a cada a 
router así como respectiva dirección IP.  
Tabla 1. Direccionamiento IP de la topología de la red. 
Routers Interfaz Dirección IP Mascara de sub red 
R1 
 






















R5 Se0/0/0 172.19.45.2 255.255.255.0 
 
 
Realizar las configuraciones básicas de cada router donde se les asigna el 
nombre a cada router, dirección IP. 
Configuracion router 1 (R1) 
Router>enable  
Router#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z.  
Router(config)#hostname R1 
R1(config)#no ip domain-lookup 
R1(config)#line console 0 
R1(config-line)#exec-timeout 120  
R1(config-line)#logging synchronous  
R1(config-line)#exit 
R1(config)# R1(config)#interface serial 0/0/0 
R1(config-if)#ip address 10.113.12.1 255.255.255.0 
R1(config-if)#clock rate 64000  
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R1(config-if)#no shutdown  
R1(config-if)#exit 
Figura 3. Aplicación código R1 
 
Configuración router 2 (R2) 
Router>enable  
Router#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z.  
Router(config)#hostname R2 
R2(config)# 
R1(config)#interface serial 0/0/0 
R2(config-if)#ip address 10.113.12.2  255.255.255.0 
R2(config-if)#no shutdown  
R2(config-if)#exit 
R2(config)# 
R1(config)#interface serial 0/0/1 
R2(config-if)#ip address 10.113.13.1   255.255.255.0 




Figura 4. Aplicación código R2 
 
Configuración router 3 (R3) 
Router>enable  
Router#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z.  
Router(config)#hostname R3 
R3(config)# 
R3(config)#interface serial 0/0/0 
R3(config-if)#ip address 10.113.13.2  255.255.255.0 
R3(config-if)#no shutdown  
R3(config-if)#exit 
R3(config)# 
R3(config)#interface serial 0/0/1 
R3(config-if)#ip address 172.19.34.1   255.255.255.0 




Figura 5. Aplicación código R3 
 
Configuración router 4 (R4) 
Router>enable  
Router#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z.  
Router(config)#hostname R4 
R4(config)# 
R4(config)#interface serial 0/0/0 
R4(config-if)#ip address 172.19.34.2  255.255.255.0 
R4(config-if)#no shutdown  
R4(config-if)#exit 
R4(config)# 
R4(config)#interface serial 0/0/1 
R4(config-if)#ip address 172.19.45.1   255.255.255.0 








Figura 6. Aplicación código R4 
 
 
Configuración router R5 (R5) 
Router>enable  
Router#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z.  
Router(config)#hostname R5 
R5(config)# 
R5(config)#interface serial 0/0/0 
R5(config-if)#ip address 172.19.45.2  255.255.255.0 










Figura 7. Aplicación código R5 
 
Se procede a configurar los protocolos de enrutamiento en cada uno de los 
routers, iniciamos con la configuración OSPF en RI,R2 y R3 
Configuración OSPF área 5 R1 
R1(config)#router ospf 1 
R1(config-router)# router-id 1.1.1.1 
R1(config-router)#network 10.113.12.0 0.0.0.255 area 5 






Configuración OSPF área 5 R2 
R2(config)#router ospf 1 
R2(config-router)# router-id 2.2.2.2 
R2(config-router)#network 10.113.12.0 0.0.0.255 area 5 
R2(config-router)#network 10.113.13.0 0.0.0.255 area 5 
Figura 9. Aplicación configuración OSPF área 5 R2 
 
Configuración OSPF área 5 R3 
R3(config)#router ospf 1 
R3(config-router)# router-id 3.3.3.3 
R3(config-router)#network 10.113.13.0 0.0.0.255 area 5 





Configuramos protocolo de enturamieno EIGRP AS 15 en las interfaces de los 
routers R3,R4 y R5 
Configuración EIGRP AS 15 R3 
R3(config)#router eigrp 15 
R3(config-router)#network 172.19.34.0 0.0.0.255 
Figura 11. Configuración EIGRP AS 15 R3 
 
Configuración EIGRP AS 15 R4 
R4(config)#router eigrp 15 
R4(config-router)#network 172.19.34.0 0.0.0.255 
R4(config-router)#network 172.19.45.0 0.0.0.255 
Figura 12. Configuración EIGRP AS 15 R4 
 
Configuración EIGRP AS 15 R5 
R5(config)#router eigrp 15 
R5(config-router)#network 172.19.45.0 0.0.0.255 




1.2 Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación 
de direcciones 10.1.0.0/22 y configure esas interfaces para participar en el área 
5 de OSPF. 
Las interfaces Loopback deberán tener una dirección IP dentro de un segmento 
de red diferente pues el router divide los dominios de broadcast en cada una de 
sus interfaces como segmentos de red diferente.  
Tabla 2. Direccionamiento IP de interfaces Loopback R1 
Interfaces Loopback Direcciones IP Mascara de subred Área 
Loopback0 10.1.0.127 255.255.252.0 5 
Loopback1 10.1.1.127 255.255.252.0 5 
Loopback2 10.1.2.127 255.255.252.0 5 
Loopback3 10.1.3.127 255.255.252.0 5 
 
Configuración de Loopback en R1 
R1#configure terminal 
R1(config)# interface loopback 0 
R1(config-if)#ip address 10.1.0.127    255.255.255.0 
(config-if)#exit 
R1(config)# interface loopback 1 
R1(config-if)#ip address 10.1.1.127   255.255.255.0 
R1(config-if)#exit 
R1(config)# interface loopback 2 
R1(config-if)#ip address 10.1.2.127    255.255.255.0 
R1(config-if)#exit 
R1(config)# interface loopback 3 









Figura 14. Configuración de loopback en R1 
 
 
Las nuevas interfaces Loopback se deben configurar de modo que los 
segmentos de red sea anunciado en el dominio de OSPF del área 5 en R1 
Configuración de OSPF en cada interface loopback 
R1(config)#router ospf 1 
R1(config-router)# network 10.1.0.0 0.0.3.255 área 5 
Figura 15. Configuración de OSPF en cada interface loopback 
 
 
Para la verificación de la configuración de las interfaces en R1 usaremos los 
comandos show ip interf brief, show running-config, show ip ospf interface 







Figura 16. show   ip interf brief en R1 
 
R1# show running-config 
Figura 17. show   running-config en R1 
 
 





























1.3 Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación 
de direcciones 172.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 15. 
Las interfaces Loopback deberán tener una dirección IP dentro de un segmento 
de red diferente pues el router divide los dominios de broadcast en cada una de 
sus interfaces como segmentos de red diferente. 
Tabla 3. Direccionamiento IP de interfaces Loopback en R5 
 
Interfaces loopback Direcciones ip Mascara de subred 
Loopback1 172.5.1.1 255.255.255.0 
Loopback2 172.5.4.1 255.255.255.0 
Loopback3 172.5.8.1 255.255.255.0 
Loopback4 172.5.12.1 255.255.255.0 
 
Configuración de loopback en R5 
R5(config)# interface loopback 1 
R5(config-if)#ip address 172.5.1.1 255.255.252.0 
R5(config-if)#exit 
R5(config)# interface loopback 2 
R5(config-if)#ip address 172.5.4.1 255.255.252.0 
R5(config-if)#exit 
R5(config)# interface loopback 3 
R5(config-if)#ip address 172.5.8.1 255.255.252.0 
R5(config-if)#exit 
R5(config)# interface loopback 4 










Figura 19. Configuración de loopback en R5 
 
 
Las nuevas interfaces Loopback se deben configurar que pertenezacan al 
protocolo de enrutamiento EIGRP AS 15 en R5 
Configuración loopback EIGRP AS 15 en R5 
R5(config)#router eigrp 15 
R5(config-router)# network 172.5.1.0 0.0.3.255 
R5(config-router)# network 172.5.4.0 0.0.3.255 
R5(config-router)# network 172.5.8.0 0.0.3.255 









Para la verificación de la configuración de las interfaces en R1 usaremos los 
comandos show ip interf brief,show ip ospf interface 
R5# show ip interf brief 






















1.4 Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
Aplicamos el comando show ip route en R3 
 
Figura 22. show  ip route en R3 
 
 
dentro de la tabla observamos  las redes directamente conectadas más allá del 
Router R2 y R4 las cuales son la red 10.113.12.0/24 y la red 172.19.45.0/24 que 
fueron aprendidas tanto por el protocolo de enrutamiento OSPF y EIGRP 
respectivamente. 
Fueron aprendidas cada una de las subredes de las interfaces loopback creadas 
anteriormente sobre el Router R1 y R5 por medio de los protocolo de 













1.5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo 
de 50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo. 
Redistribuir las rutas EIGRP en OSPF en R3, teniendo en cuenta la métrica de 
los protocolos 
Figura 23. Distribución de las rutas EIGRP en OSPF en R3 
 
Procederemos a configurar la redistribución de las rutas OSPF sobre el 
proceso EIGRP en el sistema autónomo 15 
 
R3(config)#router eigrp 15 
R3(config-router)#redistribute ospf 1 metric 1544 20000 255 1 1500 
Figura 24. Show  ip route ospf en R3 
 




1.6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto 
existen en su tabla de enrutamiento mediante el comando show ip route. 
R1#show ip route 































2. ESCENARIO 2 
 
Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que 
forman parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte 
del escenario propuesto. 









Apagar todas las interfaces en cada swicth 
Para configurar la red de la topología, primero apagaremos las interfaces del 
switch DLS1 
Configuracion del switch DLS1 
Switch>enable 
Switch#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
Switch(config)#interface range fa0/1-24  
Switch(config-if-range)#shutdown 
Switch(config-if-range)#exit 
Realizamos la verificación con el comando Show ip interface brief y como se 
puede observar en la figura 30 si se cumple el parámetro de desconexión. 
Figura 30. show ip interface brief DLS1 
 
 
Para configurar la red de la topología, primero apagaremos las interfaces del 
switch DLS2 
Configuracion del switch DLS2 
Switch>enable 
Switch#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
33 
 
Switch(config)#interface range fa0/1-24  
Switch(config-if-range)#shutdown 
Switch(config-if-range)#exit 
Figura 31. show ip interface brief DLS2 
 
 
Se apagan las interfaces del switch ALS1:  
Switch#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
Switch(config)#interface range fa0/1-24  
Switch(config-if-range)#shutdown 




Se apagan las interfaces del switch ALS2 
Switch#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
Switch(config)#interface range fa0/1-24  
Switch(config-if-range)#shutdown 
Figura 33. show ip interface brief ALS2 
 
 
Asignar un nombre a cada Switch acorde con el escenario establecido. 
Se asigna nombre a DLS1 
Switch#en 
Switch#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z 
Switch(config)#hostname DLS1 
DLS1(config)# 
Se asigna nombre a DLS2 
Switch#en 
Switch#configure terminal 






Figura 34. Nombres a DLS1 Y DLS2 
 
 
Se asigna nombre a ALS1 
Switch#en 
Switch#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z 
Switch(config)#hostname ALS1 
ALS1(config)# 
Se asigna nombre a ALS2 
Switch#en 
Switch#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z 
Switch(config)#hostname ALS2 
ALS2(config)# 




Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
La conexión entre DLS1 y DLS2 es un EthernChannel capa 3 se realiza la 
configuración con la dirección IP 10.12.12.12.1/30 en DLS1 y para configurar 




Enter configuration commands, one per line. End with CNTL/Z.  
DLS1(config)#interface range fa0/11-12 
DLS1(config-if)#no switchport 
DLS1(config-if-range)#channel-group 12 mode active  
DLS1(config-if-range)#Creating a port-channel interface Port-channel 12  
DLS1(config-if-range)#exit  
DLS1(config)#interface port-channel 12  
DLS1(config-if)#no switchport 
DLS1(config-if)#ip address 10.12.12.1 255.255.255.252  
DLS1(config-if)# 
DLS1# 
%SYS-5-CONFIG_I: Configured from console by console 
Configuracion DLS2 
DLS2(config)#interface range fa0/11-12 
DLS2(config-if)#no switchport 
DLS2(config-if-range)#channel-group 12 mode active  
DLS2(config-if-range)#Creating a port-channel interface Port-channel 12  
DLS2(config-if-range)#exit  
DLS2(config)#interface port-channel 12  
DLS2(config-if)#no switchport 






Figura 36. EtherChannel de capa 3 entre DLS1 y DLS2 
 
 
Los port-channel en las interfaces fa0/7 y fa0/8 utilizan LACP, asi que las 
conexiones entre los swtiches DLS1 y ALS1 se agruparan en un port-channel 1y 
un port-channel numero 2 entre DLS2 y ALS2 
Configuracion en DLS1 
DLS1#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
DLS1(config)#interface range f0/7-8 
DLS1(config-if-range)#channel-group 1 mode active  
DLS1(config-if-range)# 
Creating a port-channel interface Port-channel 1  
DLS1(config-if-range)#no shutdown 
Configuracion en ALS1 
ALS1(config)#interface range f0/7-8 
ALS1(config-if-range)#channel-group 1 mode active 
ALS1(config-if-range)# 






Figura 37. EtherChannel de capa 2 entre DLS1 y ALS1 
 
En la etapa dos se configuran las interfaces fa0/7 y fa0/8 de los switches DLS2 




DLS2(config)#interface range f0/7-8 
DLS2(config-if-range)#channel-group 2 mode active  
DLS2(config-if-range)# 





ALS2(config)#interface range f0/7-8 
ALS2(config-if-range)#channel-group 2 mode active  
ALS2(config-if-range)# 









Los port-channel de las interfaces fa0/9 y fa0/10 utilizan PAgP en los switches 
DLS1, ALS2 que se agrupan en un port-channel numero 4 y DLS2, ALS1 
respectivamente donde se agrupan en un port-channel numero 3. 
Configuración DLS1 
DLS1(config)#interface range fa0/9-10 
DLS1(config-if-range)#channel-group 4 mode desirable  
DLS1(config-if-range)#no shutdown 
Configuracion ALS2 
ALS2(config)#interface range fa0/9-10  










Figura 39. EtherChannel de capa 2 entre DLS1 y ALS2 
 
Configuración DLS2 
DLS2(config)#interface range fa0/9-10 
DLS2(config-if-range)#channel-group 3 mode desirable  
DLS2(config-if-range)#switchport trunk encapsulation dot1q  
DLS2(config-if-range)#switchport mode trunk 
DLS2(config-if-range)#no shutdown 
Configuración ALS1 
ALS1(config)#interface range fa0/9-10 
ALS1(config-if-range)#channel-group 3 mode desirable  
ALS1(config-if-range)#switchport mode trunk  
ALS1(config-if-range)#no shutdown 




Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN 
nativa. 
Se asigna a cada puerto troncal la VLAN 500 como nativa en los switch, DLS1, 
DLS2 Y Y ALS1, AL2 respectivamente usando los siguientes comandos: 
Configuracion DLS1 
DLS1(config)#interface port-channel 1  
DLS1(config-if)#switchport trunk native vlan 500  
DLS1(config-if)#exit 
DLS1(config)#interface port-channel 4  
DLS1(config-if)#switchport trunk native vlan 500  
DLS1(config-if)#exit 
Configuracion DLS2 
DLS2(config)#interface port-channel 3  
DLS2(config-if)#switchport trunk native vlan 500  
DLS2(config-if)#exit 
DLS2(config)#interface port-channel 2  
DLS2(config-if)#switchport trunk native vlan 500  
DLS2(config-if)# 
 
Figura 41. VLAN 500 como la VLAN DLS1 y DLS2 
 
Configuración ASL1 
ALS1(config)#interface port-channel 1  




ALS1(config)#interface port-channel 3  
ALS1(config-if)#switchport trunk native vlan 500  
ALS1(config-if)# 
Configuracion ASL2  
ALS2(config)#interface port-channel 2  
ALS2(config-if)#switchport trunk native vlan 500  
ALS2(config-if)#exit 
ALS2(config)#interface port-channel 4  
ALS2(config-if)#switchport trunk native vlan 500  
ALS2(config-if)# 




DLS1(config)#interface range f0/7-12 
DLS1(config-if-range)#switchport trunk encap dot1q  
DLS1(config-if-range)#switchport trunk native vlan 500 
Configuracion DL2 
DLS2(config)#interface range f0/7-12 
DLS2(config-if-range)#switchport trunk encap dot1q  





ALS1(config)#interface range f0/7-10 
ALS1 (config-if-range)#switchport trunk encap dot1q  
ALS1 (config-if-range)#switchport trunk native vlan 500 
Configuracion ASL2 
ALS2(config)#interface range f0/7-10 
ALS2 (config-if-range)#switchport trunk encap dot1q  
ALS2 (config-if-range)#switchport trunk native vlan 500 
 
Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3. 
Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
Configuracion DLS1 
DLS1(config)#vtp domain CISCO 
Changing VTP domain name from NULL to CISCO  
DLS1(config)#vtp pass ccnp321 
Setting device VLAN database password to ccnp321  
DLS1(config)#vtp version 3 
% Invalid input detected at ' '̂ marker.  
DLS1(config)#vtp version 2 
Cisco no reconoce el comando vtp versión 3 asi que se utilizara la vtp versión 2 
Configuración ALS1 
ALS1(config)#vtp domain CISCO 
Changing VTP domain name from NULL to CISCO  
ALS1(config)#vtp pass ccnp321 
Setting device VLAN database password to ccnp321  
ALS1(config)#vtp version 3 
% Invalid input detected at ' '̂ marker.  
ALS1(config)#vtp version 2 
Configuracion ASL2  
ALS2(config)#vtp domain CISCO 
Changing VTP domain name from NULL to CISCO  
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ALS2(config)#vtp pass ccnp321 
Setting device VLAN database password to ccnp321  
ALS2(config)#vtp version 3 
% Invalid input detected at ' '̂ marker.  
ALS2(config)#vtp version 2 
Figura 43. VTP versión 3 en DLS1, ALS1, y ALS2 
 
 
Configurar DLS1 como servidor principal para las VLAN. 
La configuración para que DLS1 sea el servidor principal en el dominio VTP 
mediante el siguiente comando  
DLS1(config)#vtp mode server 
Figura 44. DLS1 como servidor principal 
 
Configurar ALS1 y ALS2 como clientes VTP. 
Se realiza la siguiente configuración  
Configuracion ASL1 
ALS1(config)#vtp mode client 
Configuracion ASL2 







Figura 45. ALS1 y ALS2 como clientes VTP 
 
 
Figura 46. Configuración de VLAN en el servidor principal 
Configurar en el servidor principal las siguientes VLAN: 
Tabla 4. Listado de Vlan 
 
Numero de Vlan Numero de Vlan Numero de Vlan Numero de Vlan 
500 NATIVA 434 PROVEEDORES 
12 ADMON 123 SEGUROS 
234 CLIENTES 1010 VENTAS 
1111 MULTIMEDIA 3456 PERSONAL 
 
La Vlan 500 ya fue establecida como nativa para los enlaces troncales, se 
ajustara según requerimiento de la tabla 
Configuración DLS1 




DLS1(config-vlan)#name ADMON  
DLS1(config-vlan)#vlan 234  
DLS1(config-vlan)#name CLIENTES  
DLS1(config-vlan)#vlan 1111 
DLS1(config-vlan)#name MULTIMEDIA 
DLS1(config-vlan)#vlan 434  
DLS1(config-vlan)#name PROVEEDORES  
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DLS1(config-vlan)#vlan 123  
DLS1(config-vlan)#name SEGUROS  
DLS1(config-vlan)#vlan 1010  
DLS1(config-vlan)#name VENTAS  
En la versión 2 de Cisco no es posible usar vlan 1111,1010 y 3456 porque solo 
soporta has 1005, asi que reducimos la vlan 111, 101, 345 
Tabla 5. Listado Vlan modificadas 
Numero de Vlan Numero de Vlan Numero de Vlan Numero de Vlan 
500 NATIVA 434 PROVEEDORES 
12 ADMON 123 SEGUROS 
234 CLIENTES 101 VENTAS 
111 MULTIMEDIA 345 PERSONAL 
 




En DLS1, suspender la VLAN 434. 
Suspender vlan 434 indica que se necesita bloquear el tráfico de vlan en toda 
la red en Cisco no se reconoce el comando suspenda asi que se utiliza el 
comando shutdown  
DLS1(config)#interface vlan 434 
DLS1(config-if)#shutdown 
Figura 48. Suspender la VLAN 434 en DLS1 
 
Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1 
En las versión 2 se usara la tabla 5 para la configuración de las Vlan 
DLS2>enable 
DLS2#configure terminal 






Figura 49. vtp mode transparent 
 
 
DLS2#vtp mode transparent 

































Figura 51. Suspender VLAN 434 en DLS2 
 
 
En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red. 







Figura 52. Creación de VLAN 567 en DLS2 
 
DLS2 está configurado en modo transparente por lo tanto los cambios que se 
realicen no tendrán afectación sobres los demás switches 
Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 
una raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456. 
Se implementa Spanning tree root en el Switch DLS1, estableciendo raíz 
primaria de prioridad y secundaria de prioridad alternativa por si falla el puente 
raíz primario: 
DLS1(config)#spanning-tree mode pvst 
DLS1(config)#spanning-tree vlan 1,12,434,500,1010,1111,3456 root primary  
DLS1(config)#spanning-tree vlan 123,234 root secondary 
DLS1(config)# 





Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 
una raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456. 
DLS2(config)#spanning-tree vlan 123,234 root primary 
DLS2(config)#spanning-tree vlan 1,12,434,500,1010,1111,3456 root secondary 
Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirán circular a través de éstos puertos. 
Para el caso de DLS1 se configuran los port-channel número 1 y 4  
Configuración DLS1#configure terminal  
DLS1(config)#interface port-channel 1  
DLS1(config-if)#switchport trunk allowed vlan 1, 12, 123, 234, 434, 500, 1010, 
1111, 3456  
DLS1(config-if)#exit  
DLS1(config)#interface port-channel 4  
DLS1(config-if)#switchport trunk allowed vlan 1, 12, 123, 234, 434, 500, 1010, 
1111, 3456  
DLS1(config-if)#exit  
Configuracion  DLS2 
Para el caso de DLS2 se configuran los port-channel número 2 y 3, Teniendo 
en cuenta que la vlan 567 no será configurada ya que esta solo tendrá 
significado local sobre este switch.  
DLS2#configure terminal  
DLS2(config)#interface port-channel 2  
DLS2(config-if)#switchport trunk allowed vlan 1, 12, 123, 234, 434, 500, 1010, 
1111, 3456  
DLS2(config-if)#exit  
DLS2(config)#interface port-channel  
DLS2(config-if)#switchport trunk allowed vlan 1, 12, 123, 234, 434, 500, 1010, 






Figura 54. Puertos de acceso en DLS1 Y DLS2 
 
Configuracion ALS1 
Para el caso de ALS1 se configuran los port-channel número 1 y 3, 
ALS1#configure terminal  
ALS1(config)#interface port-channel 1 
ALS1(config-if)#switchport trunk allowed vlan 1, 12, 123, 234, 434, 500, 1010, 
1111, 3456  
ALS1(config-if)#exit  
ALS1(config)#interface port-channel 3  
ALS1(config-if)#switchport trunk allowed vlan 1, 12, 123, 234, 434, 500, 1010, 
1111, 3456  
ALS1(config-if)#exit  
Configuracion ALS2 
Para el caso de ALS2 se configuran los port-channel número 2 y 4, 
ALS2#configure terminal  
ALS2(config)#interface port-channel  
ALS2(config-if)#switchport trunk allowed vlan 1, 12, 123, 234, 434, 500, 1010, 
1111, 3456  
ALS2(config-if)#exit  
ALS2(config)#interface port-channel  
ALS2(config-if)#switchport trunk allowed vlan 1, 12, 123, 234, 434, 500, 1010, 




Figura 55. Puertos de acceso en ALS1 Y ALS2 
 
 
Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera: 
Tabla 6. Mapeo de Vlans a puerto de Acceso 
Interfaz DLS1 DLS2 ALS1 ALS2 
Fa0/6 3456 12,1010 123,1010 234 
Fa0/15 1111 1111 1111 1111 
Fa/16-18  567   
 
En Cisco se usa versión 2 y por lo tanto se deben ajustar vlan superiores a 
1005 como lo son: 1010,1111,3456 asi (101,111,345) respectivamente. 
Configuración DSL1 
DLS1#configure terminal ----Ingreso al modo de configuración Global 
DLS1(config)#interface fa0/6  
DLS1(config-if)#switchport mode  
DLS1(config-if)#switchport access vlan 345 
DLS1(config-if)#spanning-tree  
DLS1(config-if)#spanning-tree bpduguard  
DLS1(config-if)#no shutdown  
DLS1(config-if)#interface fa0/15  
DLS1(config-if)#switchport mode access  
DLS1(config-if)#switchport access vlan  
DLS1(config-if)#spanning-tree portfast  
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DLS1(config-if)#spanning-tree bpduguard enable  
DLS1(config-if)#no shutdown 
Configuración ASL1 
ALS1(config)# interface f0/6 
ALS1 (config-if)#switchport access vlan 123  
ALS1 (config-if)#switchport access vlan 101  
ALS1 (config-if)#exit 
ALS1 (config)# interface f0/15 
ALS1 (config-if)#switchport access vlan 111 
Configuración ASL2 
ALS2(config)# interface f0/6 
ALS2(config-if)#switchport access vlan 234  
ALS2(config-if)# exit 
ALS2(config)# interface f0/15 
ALS2(config-if)#switchport access vlan 111  
ALS2(config-if)#int range fa0/16-18 
Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso 
Se ejecuta el comando show vlan en DLS1 Y DLS2: 
 
DLS1# show vlan 












Figura 56. Show vlan  DLS1 
 






Figura 58. Show vlan en ALS1 Y ALS2 61 
 
 
Se ejecuta el comando show interface trunk en DLS1 y DLS2 
DLS1# show interface trunk 
DLS2#show interface trunk 



















Figura 60. Show interface trunk ALS2 
 
Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente 
Figura 61. Show etherchannel en DLS1 y ALS1 
 




DLS1#show spanning-tree vlan 12 













DLS1#show spanning-tree vlan 123 













DLS1#show spanning-tree vlan 234 














DLS1#show spanning-tree vlan 500 
 




















DLS1#show spanning-tree vlan 101 
 



















DLS1#show spanning-tree vlan 345 
 

















En el escenario 1 se observa la utilidad del diplomado CCNP en la 
implementación de enrutamiento, en la generación de los códigos para realizar 
las diferentes configuraciones de los dispositivos así como la verificación de la 
topología descrita, tener conocimientos en subnetting en donde se pueden 
segmentar la red en pequeñas redes en donde los protocolos de enrutamiento 
OSPF y EIGRIP se reducen. 
El Protocolo de Enrutamiento de Puerta de enlace Interior Mejorado (en inglés, 
Enhanced Interior Gateway Routing Protocol o EIGRP) es un protocolo que 
utiliza los algoritmos de vector distancia (VD) vasados en el algoritmo de 
Bellman-Ford para calcular las rutas, mejorando las desventajas de VD 
basándose en las características normalmente asociadas con los protocolos del 
estado de enlace. 
En el escenario 2 descrito en las actividades ayuda con la implementación de 
conmutación de datos, generación de cogido que permiten la configuración de 
los dispositivos de los cuales los más usados en capa 2 como capa 3 asi que es 
importante conocer el funcionamiento del protocolo STP(spanning-tree protocol) 
ayuda a evitar que se generen loops en nuestra red.  
La segmentación de las redes a través de creación de vlan ayuda a reducir el 
tamaño de broadcast que se pueden generar en la red asi como estas pueden 
ser distribuidas automáticamente en una red conmutada a través de servidor. 
Tener claro los comandos de configuración de configuración nos ayuda a tener 
una información mas detallada del funcionamiento de nuestra topología que 
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