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Izzivi kadrovsko svetovalnih podjetij pri implementaciji Splošne uredbe o varstvu podatkov 
2016/679 
 
Splošna uredba o varstvu podatkov je 25. 5. 2018 temeljito spremenila načine obdelovanja osebnih 
podatkov v evropskem prostoru. Podjetja, ki pri svojem delu obdelujejo osebne podatke, so morala 
njena določila implementirati v svoje načine poslovanja. Med takšne organizacije sodijo tudi 
podjetja, ki svojim naročnikom nudijo storitve iskanja in izbora kadrov, za katere je v tem delu 
uporabljeno poimenovanje kadrovsko svetovalna podjetja. Delo skuša identificirati ključne izzive, 
s katerimi so se podjetja soočala pri implementaciji določil uredbe. Koncept naloge sloni na 
deduktivni analizi strokovnega gradiva, iz katerega so izluščena bistvena področja, ki bi lahko 
vplivala na delovanje tovrstnih podjetij, ter več specifičnih izzivov, s katerimi so se najverjetneje 
soočala v času uvedbe. Izbrana raziskovalna metoda je kvalitativna in zajema polstrukturirana 
intervjuja z dvema pravnikoma, ki sta kadrovsko svetovalnim podjetjem nudila svetovalne storitve. 
Identificirani izzivi, s katerimi so se kadrovsko svetovalna podjetja soočala v času uvedbe, so 
imenovanje pooblaščene osebe za varstvo podatkov, vzpostavitev evidenc o obdelavi osebnih 
podatkov, redefiniranje pogodbenih razmerij do drugih podjetij, splošna določitev pravne podlage 
za obdelavo podatkov ter preoblikovanje privolitev, ureditev dokumentacije za interne zaposlene, 
izpolnjevanje pravic posameznikov v zvezi z obdelavo njihovih osebnih podatkov. 
 
Ključne besede: varstvo osebnih podatkov, Splošna uredba o varstvu podatkov, kadrovsko 
svetovalna podjetja, iskanje in selekcija 
 
General Data Protection Regulation 2016/679 implementation challenges in HR consulting 
firms  
 
The General Data Protection Regulation 2016/679 fundamentally changed the ways in which 
personal data is processed in the EU. All companies processing personal data have had to 
implement its provisions in their business methods. Impacted organizations include HR consulting 
firms specializing in search and selection of personnel. In this paper, we try to identify the key 
challenges such companies faced during the implementation period. The concept of the paper is 
based on a deductive analysis of scholarly literature from which we tried to identify the key areas 
impacting the companies’ activities and thus propose several specific challenges the companies 
most likely faced while implementing GDPR. The selected research method is qualitative and 
consists of semi-structured interviews conducted with two law practitioners who provided advisory 
services to such companies. The key identified challenges faced by HR consulting firms include 
the appointment of data protection officer (DPO), the establishment of processing activities 
records, revision of contractual relationships in regards to other companies, general determination 
of the proper lawful basis for data processing including consent form revision, rearrangement of 
documentation addressing internal employees and the actualization of new data subject rights. 
  
Key words: personal data protection, General Data Protection Regulation, HR consulting firms, 
search and selection
4 
 
KAZALO 
1 UVOD .......................................................................................................................................... 7 
2 PRAVO VARSTVA OSEBNIH PODATKOV ........................................................................... 9 
2.1 Opredelitev pravice do zasebnosti in varstva osebnih podatkov ............................................ 9 
2.2 Nastanek in razvoj prava varstva osebnih podatkov ............................................................ 10 
3 PRAVNA UREDITEV VARSTVA OSEBNIH PODATKOV V EU PRED SPLOŠNO 
UREDBO O VARSTVU PODATKOV ........................................................................................ 11 
3.1 Določila Direktive Evropskega parlamenta in Sveta 95/46/ES ........................................... 11 
3.2 Zakon o varstvu osebnih podatkov (ZVOP-1) ..................................................................... 13 
3.3 Zakon o delovnih razmerjih (ZDR-1) .................................................................................. 13 
3.4 Zakon o evidencah na področju dela in socialne varnosti (ZEPDSV) ................................. 14 
4 VARSTVO OSEBNIH PODATKOV PO UVELJAVITVI SPLOŠNE UREDBE O VARSTVU 
PODATKOV ................................................................................................................................. 15 
4.1 Cilj in namen ........................................................................................................................ 15 
4.2 Razlogi in interesi za spremembo pravne ureditve .............................................................. 16 
4.2.1 Zaščita posameznika ali razvoj gospodarstva? ............................................................. 16 
4.2.2 Neuspešna implementacija Direktive 95/46/ES v nacionalne zakonodaje? ................. 17 
4.3 Temeljni pojmi in ključne spremembe, ki jih prinaša Splošna uredba ................................ 18 
4.3.1 Dolžina in oblika pravnega vira ................................................................................... 18 
4.3.2 Uvedba pooblaščene osebe za varstvo podatkov (DPO) .............................................. 19 
4.3.3 Uvedba ocene učinka v zvezi z varstvom podatkov .................................................... 19 
4.3.4 Spremembe v zvezi s pravnimi podlagami za obdelavo podatkov .............................. 20 
4.3.5 Novost evidence dejavnosti obdelave osebnih podatkov ............................................. 20 
4.3.6 Odgovornosti upravljavcev in obdelovalcev ................................................................ 21 
4.3.7 Odgovornost za plačilo odškodnine ............................................................................. 21 
5 
 
4.3.8 Obvestilo o morebitni kršitvi varstva osebnih podatkov .............................................. 22 
4.3.9 Povečan obseg pravic posameznikov ........................................................................... 22 
5 KLJUČNI VIDIKI DELOVANJA KADROVSKO SVETOVALNIH PODJETIJ ................... 24 
5.1 Iskanje in izbor kadrov ......................................................................................................... 26 
5.1.1 Baze kandidatov ........................................................................................................... 27 
5.1.2 Lov na talente - “headhunting” .................................................................................... 28 
5.1.3 Psihološka testiranja ..................................................................................................... 29 
6 KLJUČNA PODROČJA IN IZZIVI ZA KADROVSKO SVETOVALNA PODJETJA PO 
UVELJAVITVI SPLOŠNE UREDBE .......................................................................................... 30 
6.1 Imenovanje pooblaščene osebe za varstvo podatkov (DPO) ............................................... 30 
6.2 Izvajanje evidence obdelav osebnih podatkov ..................................................................... 32 
6.3 Izvajanje ocene učinka v zvezi z varstvom osebnih podatkov ............................................. 32 
6.4 Pravne podlage za obdelavo: privolitve ali zakoniti interes? ............................................... 33 
6.5 Pogodbena obdelava osebnih podatkov: upravljavci, obdelovalci, skupni upravljavci? ..... 35 
7 METODOLOGIJA ..................................................................................................................... 39 
7.1 Raziskovalni cilji in izvedba empiričnega dela .................................................................... 39 
7.2 Analiza rezultatov ................................................................................................................ 40 
7.2.1 Imenovanje pooblaščene osebe za varstvo podatkov (DPO) ....................................... 40 
7.2.2 Izvajanje ocene učinka v zvezi z varstvom osebnih podatkov ..................................... 41 
7.2.3 Izvajanje evidence obdelav osebnih podatkov ............................................................. 41 
7.2.4 Pravne podlage za obdelavo ......................................................................................... 41 
7.2.5 Pogodbena obdelava osebnih podatkov: vpisi v bazo, metode lova na talente in 
psihološka testiranja .............................................................................................................. 42 
7.2.6 Druga identificirana področja ....................................................................................... 43 
7.2.7 Druga zanimiva odkritja ............................................................................................... 43 
8 SKLEP ........................................................................................................................................ 44 
6 
 
9 ZAKLJUČEK ............................................................................................................................. 46 
10 VIRI .......................................................................................................................................... 48 
PRILOGE ...................................................................................................................................... 53 
Priloga A: Intervju s pravnikom iz svetovalnega podjetja ............................................................ 53 
Priloga B: Intervju s pravnico iz svetovalnega podjetja ................................................................ 58 
 
 
 
 
 
 
 
 
 
 
 
 
  
7 
 
1 UVOD 
 
Splošna uredba o varstvu osebnih podatkov1 (dalje Splošna uredba) je pravni akt z učinkom 
neposredne uporabe, ki je 25. 5. 2018 na evropska tla prinesel novo, revolucionarno obdobje 
prostega pretoka osebnih podatkov (Markovič in drugi, 2019, str. 26–27). 
V času uvedbe so številni mediji iz kadrovske dejavnosti svarili pred nevarnostmi, ki jih uredba 
lahko prinese za delovanje podjetij, ki delujejo na področju iskanja in selekcije kadrov. Kadrovsko 
svetovalna podjetja se gotovo uvrščajo med organizacije, pri katerih je bila potrebna tehtna analiza 
skladnosti poslovanja, saj kot del svoje osnovne dejavnosti vsakodnevno obdelujejo osebne 
podatke velikega števila kandidatov.  
Cilj diplomskega dela je z identifikacijo ključnih izzivov, s katerimi so se soočala kadrovsko 
svetovalna podjetja pri implementaciji določil Splošne uredbe o varstvu podatkov, osvetliti njen 
vpliv na delovanje tovrstnih podjetij. Izhajali smo iz sledečega raziskovalnega vprašanja: kateri so 
ključni izzivi, s katerimi so se soočala kadrovsko svetovalna podjetja pri implementaciji Splošne 
uredbe o varstvu podatkov? 
V Sloveniji zakon, ki bi implementiral določila uredbe v slovensko zakonodajo, še ni sprejet, med 
strokovnjaki pa se pojavljajo izrazito različne interpretacije določil. Posledično na tem področju še 
ni veliko razpoložljivega strokovnega gradiva, kar je vplivalo na omejitve raziskave.   
V začetnem delu naloge nekoliko orišemo zgodovino prava varstva osebnih podatkov in na kratko 
obravnavamo pravno ureditev področja pred uvedbo nove zakonodaje. V nadaljevanju predstavimo 
interese in razloge za spremembo, ključne novosti, ki jih je prinesla Splošna uredba o varstvu 
podatkov in delovanje kadrovsko svetovalnih podjetij. Na podlagi teoretskih ugotovitev skušamo 
identificirati nekatere ključne izzive, s katerimi so se kadrovsko svetovalna podjetja najverjetneje 
soočala v času uvedbe. V empiričnem delu preverimo teoretične ugotovitve s kvalitativno analizo 
 
1 Uredba (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES (Splošna 
uredba o varstvu podatkov). 
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polstrukturiranih intervjujev z dvema pravnikoma, ki sta v času uvedbe kadrovsko svetovalnim 
podjetjem svetovala na področju zagotovitve skladnosti s Splošno uredbo o varstvu podatkov.    
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2 PRAVO VARSTVA OSEBNIH PODATKOV 
 
Področje varovanja osebnih podatkov pogosto razlagamo kot različna prizadevanja za omejitev 
obsega razkritja, posega in zlorab osebnih podatkov. Pri poskusu definiranja pojma se poraja 
dilema, kdaj lahko nekaj sploh določimo za “osebno”. Isti podatek je možno v različnih kontekstih 
obravnavati različno in predstave osebnega v sodobnih družbah so odvisne od kulturnih norm. 
Kategorije podatkov, ki bi jo lahko z gotovostjo označili kot “osebno”, tako ni možno določiti. 
“Osebni podatek” je kot pojem deskriptiven in normativen, zato se mora vedno dotikati tako 
elementa kakovosti samih podatkov, kakor tudi stremljenja po nadzoru njihove uporabe (Wacks, 
2015, str. 61–63).  
 
2.1 Opredelitev pravice do zasebnosti in varstva osebnih podatkov 
Varstvo osebnih podatkov je tesno povezano s pravico do zasebnosti. Praviloma je pravica do 
zasebnosti definirana negativno – kot odsotnost vmešavanja družbenega v posameznika. Vedno je 
bila povezana z vprašanji o obsegu območja osebne svobode ter določitve meje med zasebno in 
javno sfero (Kovačič, 2006, str. 37). 
Čeprav sta pravici do zasebnosti in varstva osebnih podatkov povezani, se ju pojmuje kot dve ločeni 
pravici. Pravica do zasebnosti je uveljavljena kot univerzalna človekova pravica na globalni ravni, 
medtem ko pravica do varstva osebnih podatkov to ni. Obe sta ključni za ohranjanje in uveljavljanje 
temeljnih vrednot in pravic, hkrati pa omogočata uveljavitev drugih pravic in svoboščin, kot je 
recimo svoboda govora. Koncept varstva osebnih podatkov izhaja iz pravice do zasebnosti in 
pomeni zaščito podatkov, ki se nanašajo na določljivo osebo. Cilj varstva osebnih podatkov je 
zagotoviti pravično obdelavo (zbiranje, uporabo, shranjevanje) osebnih podatkov v javnem in 
zasebnem sektorju (“European Data Protection Supervisor“, b. d.) 
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2.2 Nastanek in razvoj prava varstva osebnih podatkov  
Potrebo po ureditvi pravil za zbiranje in obdelavo osebnih podatkov je sprožil razvoj informacijske 
tehnologije. Prvi zakon o varstvu podatkov na svetu so sprejeli v Nemčiji v deželi Hesse leta 1970. 
Sledile so nacionalne zakonodaje na Švedskem, v ZDA, Nemčiji in Franciji, ki so bile podlaga za 
Konvencijo o varstvu posameznikov glede na avtomatsko obdelavo osebnih podatkov (dalje 
Konvencija o varstvu podatkov)2 ter za Smernice Organizacije za ekonomsko sodelovanje in razvoj 
(dalje OECD) o varstvu zasebnosti in čezmejnem prenosu osebnih podatkov (Vehovar, Kovačič in 
Abrams, 2003). Omenjena dokumenta se v literaturi pogosto obravnavata kot ključna temelja za 
razvoj prava varstva osebnih podatkov v Evropi.  
Smernice OECD o varstvu zasebnosti in čezmejnem prenosu osebnih podatkov iz leta 1980 
predstavljajo prvi mednarodni dogovor o načelih zasebnosti in varstvu osebnih podatkov v 
zasebnem in javnem sektorju. Naslavljajo osem osnovnih načel, ki so postala pomemben temelj za 
oblikovanje prihodnjih zakonodaj s tega področja (OECD, 2011, str. 11). Smernice OECD so sicer 
pomembno vplivale na razvoj zakonodaj in ozaveščanje javnosti o pomembnosti varstva osebnih 
podatkov, vendar za države članice niso zavezujoče.  
Prvo zavezujočo mednarodno zakonodajo na tem področju predstavlja Konvencija o varstvu 
podatkov, v kateri so države članice Sveta Evrope oblikovale splošne določbe, temeljna načela 
varstva podatkov in načela o čezmejnem prenosu podatkov. Zavezale so se, da bodo skladno z 
nacionalno zakonodajo prevzele ukrepe, ki so potrebni za uresničevanje temeljnih načel zaščite 
podatkov (Konvencija o varstvu podatkov, 4. člen). 
  
 
2 Konvencija o varstvu posameznika glede na avtomatsko obdelavo osebnih podatkov, podpisana 23. novembra 1993 
v Strasbourgu, v veljavi od 1. oktobra 1985. 
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3 PRAVNA UREDITEV VARSTVA OSEBNIH PODATKOV V EU PRED SPLOŠNO 
UREDBO O VARSTVU PODATKOV 
 
Tekom razvoja Evropske unije (dalje EU) se je izkazala potreba po temeljitejši zakonodaji, ki bi 
urejala področje varstva osebnih podatkov v državah članicah. V želji po poenotenem varstvu, ki 
bi tudi odpravilo ovire prostega pretoka osebnih podatkov, je bila 24. oktobra 1995 sprejeta 
Direktiva 95/46/ES Evropskega parlamenta in Sveta o varstvu posameznikov pri obdelavi osebnih 
podatkov in o prostem pretoku takih podatkov3, ki je bila veljavna vse do uveljavitve Splošne 
uredbe o varstvu osebnih podatkov. 
 
3.1 Določila Direktive Evropskega parlamenta in Sveta 95/46/ES 
Direktivo Evropskega parlamenta in Sveta 95/46/ES z dne 24. oktobra 1995 o varstvu 
posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih podatkov (dalje Direktiva) 
pogosto interpretiramo kot prvo mednarodno zakonodajo, ki je harmonizirala različne zakone iz 
področja varstva podatkov znotraj EU (Wong, 2012, str. 229).  
Direktiva je razširila načela varstva pravic in svoboščin posameznikov, ki jih je določila 
Konvencija o varstvu posameznikov. V besedilu je poudarjeno, da bo državam članicam z 
zbliževanjem nacionalnih ureditev zagotovljena enakovredna in visoka raven  varstva  osebnih 
podatkov  (Direktiva, 1995, preambula, 9–11. točka). 
V Direktivi so vidno natančneje in bolj razdelano zapisani nekateri že predhodno poznani pojmi 
ter dodatno uvedeni novi pojmi, pomembni za razumevanje njenih določil. Eden izmed ključnih 
obravnavanih pojmov, je pojem privolitve posameznika, na katerega se nanašajo osebni podatki 
(prav tam, 6. člen). 
 
3 Direktiva (EU) Evropskega parlamenta in Sveta 95/46/ES z dne 24. oktobra 1995 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov. 
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Direktiva za države članice EU ni bila neposredno zavezujoča, temveč je določala, da morajo 
samostojno sprejeti lastne zakone in predpise, ki bodo nacionalno zakonodajo usklajevali z 
direktivo. 
 
3.2 Slovenska ureditev varstva osebnih podatkov na delovnem mestu pred Splošno uredbo o 
varstvu podatkov 
Zasebnost je v večini držav članic EU na prvem mestu zagotovljena na ustavni ravni. Poleg ureditve 
v Ustavi Republike Slovenije4, je bila zasebnost v Sloveniji pred Splošno uredbo varovana tudi z 
zakoni, ki opredeljujejo posamezne dimenzije zasebnosti ali posamezna področja, ki predstavljajo 
nevarnost posameznikovi zasebnosti. Med posamezne dimenzije zasebnosti uvrščamo denimo 
informacijsko, komunikacijsko in prostorsko zasebnost, med področja, ki predstavljajo potencialno 
nevarnost zasebnosti, pa delovno pravo ter pravo potrošnikov in pacientov (Karlovšek Bien in 
drugi, 2003, str. 20). Tudi slovenska ustava poudarja varstvo zasebnosti, saj 35. člen naslavlja 
varstvo pravic zasebnosti in osebnostnih pravic ter zagotavlja “nedotakljivost človekove telesne in 
duševne celovitosti, njegove zasebnosti ter osebnostnih pravic.“ (Ustava Republike Slovenije, 1991 
in dop. 2006, 35. člen).  
Poleg Direktive in Ustave Republike Slovenije so bili v Sloveniji po vstopu v EU in pred sprejetjem 
Splošne uredbe zlasti pomembni zakoni na področju varovanja osebnih podatkov še Zakon o 
varstvu osebnih podatkov5, Zakon o delovnih razmerjih6 in Zakon o evidencah na področju dela in 
socialne varnosti7.  
 
 
4 Ustava Republike Slovenije. (1991 in dop. 2006). Uradni list Republike Slovenije št. 68/06. 30 junij. 
5 Zakon o varstvu osebnih podatkov (uradno prečiščeno besedilo) (ZVOP-1-UPB1). (2007). Sprejet v Državnem 
zboru Republike Slovenije, v veljavi od 1. januarja 2005. 
6 Zakon o delovnih razmerjih – ZDR-1. (2013). Sprejet v Državnem zboru Republike Slovenije, v veljavi od 12. 
aprila. 
7 Zakon o evidencah na področju dela in socialne varnosti – ZEPDSV. (2006) Sprejet v Državnem zboru Republike 
Slovenije, v veljavi od 29. aprila. 
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3.2 Zakon o varstvu osebnih podatkov (ZVOP-1) 
Temeljni zakon, ki je urejal varstvo osebnih podatkov pred Splošno uredbo v Sloveniji je Zakon o 
varstvu osebnih podatkov (dalje ZVOP-1). V svojih načelih je zakon namenjen preprečevanju 
nezakonitih in neupravičenih posegov v informacijsko zasebnost fizičnih oseb na vseh bistvenih 
področjih. ZVOP-1 vsakemu posamezniku v Sloveniji zagotavlja varstvo osebnih podatkov (Pirc 
Musar, Prelesnik in Karlovšek, 2006, str. 17). Pri tem se opira na načeli, da se morajo osebni 
podatki obdelovati zakonito in pošteno ter sorazmerno z obsegom, ki je primeren glede na namen, 
na podlagi katerega se podatki zbirajo in obdelujejo (ZVOP-1, 2007, 2–3. člen). 
Glede na časovnico gre sklepati, da je bila velika motivacijo za sprejem zakona tudi usklajevanje 
slovenske zakonodaje z evropsko ob vstopu Slovenije v EU. Šele z ZVOP-1 je bila namreč v 
slovensko zakonodajo implementirana Direktiva (Pirc Musar in drugi, 2006, str. 7). 
  
3.3 Zakon o delovnih razmerjih (ZDR-1) 
Varstvo podatkov na področju delovnih razmerij ureja tudi Zakon o delovnih razmerjih (dalje 
ZDR-1). Državni zbor ga je sprejel 5. 3. 2013, njegove določbe pa so veljavne in aktualne tudi po 
uvedbi Splošne uredbe. Splošna uredba namreč ne spreminja ZDR-1, ki velja za področno ureditev 
(“Informacijski pooblaščenec“, b. d.). 
ZDR-1 določa, da ima delodajalec obveznost varovati zasebnost delavca. Osebni podatki delavcev 
se lahko obdelujejo le, “če je to določeno s tem ali drugim zakonom ali če je to potrebno zaradi 
uresničevanja pravic in obveznosti iz delovnega razmerja ali v zvezi z delovnim razmerjem.” 
Osebne podatke tako delavcev, kot kandidatov za zaposlitev, je potrebno izbrisati, če zanje ne 
obstaja več zakonska podlaga (ZDR-1, 2013, 48. člen). 
Poleg določil o varovanju podatkov delavcev ZDR-1 hkrati za delodajalca predstavlja eno izmed 
zakonskih podlag za obdelavo podatkov. Termin zakonska oziroma pravna podlaga za obdelavo 
podatkov je pomemben za razumevanje prava varstva osebnih podatkov in ga bomo podrobneje 
obravnavali kasneje.  
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3.4 Zakon o evidencah na področju dela in socialne varnosti (ZEPDSV) 
Zakon o evidencah na področju dela in socialne varnosti (dalje ZEPDSV) je neposredno povezan 
s področjem varstva osebnih podatkov. Sprejet je bil 31. 3. 2006, veljati pa je začel 29. 4. 2006. 
Določa načine zbiranja, vodenja, povezovanja evidenc ter posredovanja podatkov drugim 
uporabnikom (ZEPDSV, 2006). ZEPSDV je danes še vedno pravno veljaven zakon, ob vodenju 
evidenc pa je potrebno upoštevati tudi določila Splošne uredbe.  
Iz vsebine zakona je razvidno, da se v večji meri posveča nalaganju obveznosti vodenja evidenc 
delodajalcem in ostalim organom, ki jih v zakonu naslavlja, s tem pa jim podobno kot ZDR-1 daje 
tudi neke vrsto pooblastilo za obdelavo podatkov. V ZEPDSV se besedna zveza “varstvo osebnih 
podatkov“ ne pojavlja. Iz navedenega je moč sklepati, da se zakon ne osredotoča zaščiti 
posameznika, temveč zgolj daje pravno podlago za obdelavo osebnih podatkov na posameznih 
področjih. 
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4 VARSTVO OSEBNIH PODATKOV PO UVELJAVITVI SPLOŠNE UREDBE O 
VARSTVU PODATKOV  
 
Splošna uredba oziroma General Data Protection Regulation (GDPR) je bila uradno sprejeta 27. 
aprila 2016. V veljavo je stopila dve leti pozneje, 25. maja 2018, ko je prenehala veljati Direktiva 
95/46/ES. 
Posebnost Splošne uredbe je v tem, da gre za akt EU z učinkom neposredne uporabe, po čemer se 
bistveno razlikuje od predhodnice Direktive. Njena določila so na dan uveljavitve postala 
avtomatično veljavna (Markovič in drugi, 2019, str. 26). 
 
4.1 Cilj in namen  
Pripravljavce Splošne uredbe je vodilo več ciljev. Ključne tematike so bile krepitev pravic 
posameznikov in notranjega trga, zagotovitev boljšega uveljavljanja pravil, racionalizacija 
mednarodnih prenosov osebnih podatkov ter določitev svetovnih standardov varstva podatkov   
(Sporočilo Komisije Evropskemu parlamentu in Svetu v zvezi s stališčem Sveta o sprejetju Uredbe 
Evropskega parlamenta in Sveta o varstvu posameznikov pri obdelavi osebnih podatkov in o 
prostem pretoku takih podatkov, 2016, 1. naslov)8.  
V samem besedilu Splošne uredbe se pojavljata dva različna vidika. Po eni strani je njen cilj 
zaščititi temeljne pravice in svoboščine posameznikov, še posebej njihovo pravico do varstva 
podatkov ter zagotoviti prosti pretok osebnih podatkov v državah članicah (Splošna uredba, 2016, 
preambula, 166. točka). Drugi cilj pa je omogočiti enakovredno stopnjo varstva posameznikov in 
prostega pretoka osebnih podatkov (prav tam, preambula, 170. točka).  
 
8 Sporočilo Komisije Evropskemu parlamentu v skladu s členom 294(6) Pogodbe o delovanju Evropske unije v zvezi 
s stališčem Sveta o sprejetju Uredbe Evropskega parlamenta in Sveta o varstvu posameznikov pri obdelavi osebnih 
podatkov in o prostem pretoku takih podatkov (Splošna uredba o varstvu podatkov) ter o razveljavitvi Direktive 
95/46/ES. (2016). COM (2016) 214 final, 11. april. 
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Namen je v Splošni uredbi zastavljen nekoliko širše: “prispevati k dokončnemu oblikovanju 
območja svobode, varnosti in pravice ter ekonomske unije, gospodarskemu in socialnemu 
napredku, krepitvi in uskladitvi gospodarstev na notranjem trgu ter blaginji posameznikov. “ (prav 
tam, preambula, 2. točka). 
 
 4.2 Razlogi in interesi za spremembo pravne ureditve    
Interesi in razlogi, ki so pripeljali do Splošne uredbe, so neposredno povezani z njenimi cilji. 
Predvsem se izkazuje težnja po posodobitvi in nadgraditvi Direktive. Slednja 21 let po sprejemu 
upoštevajoč spremembe, ki jih je prinesla digitalna doba, ni več omogočala potrebne stopnje 
skladnosti ter nujne učinkovitosti pri zagotavljanju pravice do varstva osebnih podatkov. Strožja 
pravila naj bi bila tudi potrebna zato, da lahko posamezniki ponovno začnejo zaupati v zakonitost 
načinov uporabe njihovih osebnih podatkov (Sporočilo Komisije Evropskemu parlamentu in Svetu 
v zvezi s stališčem Sveta o sprejetju Uredbe Evropskega parlamenta in Sveta o varstvu 
posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih podatkov, 2016, 1. 
naslov). 
4.2.1 Zaščita posameznika ali razvoj gospodarstva?  
Razloge in interese za uvedbo Splošne uredbe lahko strnemo v dva različna sklopa. Eden se nanaša 
na zaščito osebnih podatkov posameznikov, drugi pa na doprinos k razvoju gospodarstva.  
Sprememba pravnega okvira varstva podatkov je bila denimo potrebna zaradi fenomena 
“socialnega hlajenja“ (“Informacijski pooblaščenec“, b. d.). Podatkovne baze so zmožne naše 
podatke primerjati z različnimi vzorci naših aktivnosti in tako ugibati o podrobnostih, ki jih nikoli 
nismo razkrili, od hobijev pa vse do spolne usmerjenosti, izkušnje splava, posilstva ali ločitve 
staršev. Ljudje se začenjamo zavedati, da algoritmi lahko vplivajo na naše življenje, celo na 
možnost zaposlitve, zaradi česar spreminjamo svoje vedenje. To lahko vodi do socialne rigidnosti, 
konformizma in socialnega hlajenja (Schep, b. d.).  
Z gospodarskega vidika je zlasti za majhna in srednja podjetja postala težava nezaupanje 
potrošnikov v obstoječi sistem varstva njihovih osebnih podatkov. Slednje naj bi zaviralo razvoj 
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majhnih in srednjih podjetij ter digitalnega gospodarstva. Novi predpisi naj bi prinesli pravičnejše 
poslovanje in več zaupanja, kar naj bi za podjetja pomenilo večjo rast, več prometa in manj stroškov 
(Evropska komisija, Generalni direktorat za pravosodje, 2017). 
V javnosti je večinoma prisotno vsesplošno prepričanje, da je Splošna uredba prinesla več zaščite, 
pravic in lažji dostop do osebnih podatkov posameznikom ter številne otežitve za delovanje 
podjetij. Zelo pogosto je bilo namreč v času pred uvedbo v medijih zaslediti skrbi o tem, da bi 
uvedba močno ovirala delovanje podjetij ali celo pomenila konec za določena podjetja (Wall, 
2017).  
Stališče, da je Splošna uredba s poenotenjem zakonodaje omogočila tudi izboljšanje poslovanja na 
večjih področjih, v javnosti ni bilo pogosto. Vendar je pomembno poudariti, da je bil velik interes 
za spremembo ureditve tudi v tem, da bi se s poenotenjem pravil na gospodarskem področju 
omogočil lažji, hitrejši in učinkovitejši prenos osebnih podatkov pod enakimi pogoji, saj “za 
pravilno delovanje notranjega trga prosti prenos osebnih podatkov v Uniji ne sme biti niti omejen 
niti prepovedan iz razlogov, povezanih z varstvom posameznikov pri obdelavi osebnih podatkov” 
(Splošna uredba, 2016, preambula, 13. točka). 
4.2.2 Neuspešna implementacija Direktive 95/46/ES v nacionalne zakonodaje? 
Po uvedbi Direktive je bilo veliko pozornosti in javnih razprav namenjenih obrazložitvi in 
pojasnjevanju njene vsebine. Zaznati je bilo številne pomanjkljivosti v razumevanju in uvedbi v 
nacionalne zakonodaje (Wong, 2012, str. 244). Države članice so načela iz direktive 
implementirale zelo različno. Nekatere so besedilo skoraj dobesedno prevedle, druge pa so sprejele 
zakone, ki so korenito spreminjali strukturo. Veliko pravic je bilo sicer zavedenih v kasnejših 
nacionalnih zakonodajah, njihova uporaba oziroma uveljavitve pa pogosto omejena ali celo 
neobstoječa (Poullet, 2006, str. 2–3).  
Nasploh implementacija direktive v državah članicah ni potekala brez zapletov. Evropska komisija 
je prvo obvezno intervalno poročilo, ki bi ga morala objavili tri leta po uvedbi, objavila z letom in 
pol zamude, ker države članice niso pravočasno prenesle direktive v nacionalno zakonodajo. Štiri 
leta po implementaciji direktive je zaradi neizpolnitve obveznosti sprožila tudi postopke pred 
Sodiščem EU zoper Francijo, Nemčijo, Irsko, Luksemburg in Nizozemsko, ki pa se večinoma 
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zaradi ukrepov držav v smeri sprejemanja ustrezne zakonodaje niso resneje razvili (European 
Commision, 2003).  
Sklepati gre, da so imele države številne težave pri resnejšem upoštevanju in implementiranju 
Direktive, ki posledično ni prinesla sprememb v tolikšni meri, kot jih je obljubljala. Tako bi lahko 
zagovarjali stališče, da je bila ena izmed teženj in interesov evropske politike tudi to, da bi se v 
zakonodaje držav članic EU končno zares implementirala dodatno nadgrajena politika varstva 
podatkov, kot je bila v osnovi zamišljena že v Direktivi. Morda je bil to tudi eden izmed razlogov, 
da se je zakonodaja na tem področju na evropski ravni namesto v direktivo preoblikovala v uredbo, 
ki je za države članice kot pravni akt veliko bolj zavezujoča.  
 
4.3 Temeljni pojmi in ključne spremembe, ki jih prinaša Splošna uredba  
Po uvedbi Splošne uredbe je bilo varovanje podatkov ena najaktualnejših tem v EU. Na trgu so se 
pojavili priročniki, knjige in članki o tem, kako zagotoviti skladnost, številne pravne službe pa so 
ponujale nove storitve s področja varovanja podatkov, po katerih predhodno ni bilo tolikšnega 
povpraševanja. Zdi se, da je bilo in še vedno je glede Splošne uredbe veliko nejasnosti, pojavlja se 
veliko različnih ter tudi napačnih interpretacij. Glede na to, da je pomen določil lahko odprt za 
različne interpretacije, se bomo v nadaljevanju bolj tehnično osredotočili na temeljne pojme ter 
nekatere ključne spremembe in novosti, ki jih je prinesla Splošna uredba v primerjavi z Direktivo 
in ki so najverjetneje v preteklosti sprožile preplah v številnih organizacijah, ki pri svojem delu 
obdelujejo podatke.  
4.3.1 Dolžina in oblika pravnega vira 
Kot omenjeno, je razlika najprej v vrsti pravnega vira. Za direktivo države članice same pripravijo 
zakonodajo, ki upošteva njen cilj. Uredba je za države članice neposredno zavezujoča. Splošna 
uredba ter Direktiva sta si različni tudi po obsegu. Medtem ko ima Direktiva 34 členov, Splošna 
uredba obsega kar 99 členov. Tako ni nič presenetljivega, da uvaja kar nekaj novosti. 
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4.3.2 Uvedba pooblaščene osebe za varstvo podatkov (DPO)  
Ena izmed popolnih novosti je uvedba pooblaščene osebe za varstvo podatkov. V Direktivi je sicer 
nekajkrat omenjena odgovorna oseba za varstvo podatkov, ki jo upravljavec lahko imenuje 
predvsem za neodvisno zagotavljanje notranje uporabe nacionalnih določb iz direktive (Direktiva, 
1995, 18. člen). Splošna uredba uvaja pojem pooblaščene osebe za varstvo podatkov (poljudno 
pogosto imenovano po izpeljanki iz angleške kratice DPO), ki je opisan veliko natančneje in 
obširneje. Pooblaščeno osebo za varstvo podatkov mora obdelovalec ali upravljavec določiti 
vedno, kadar njegove temeljne dejavnost zajemajo obdelave, ki jih je potrebno zaradi njihove 
“narave, obsega in/ali namenov posameznike, na katere se nanašajo osebni podatki, redno in 
sistematično obsežno spremljati“ ali pa je v obsegu temeljne dejavnosti upravljavca/obdelovalca 
tudi obsežna obdelava posebnih vrst podatkov. Takšna oseba je imenovana na podlagi poklicnega 
in zlasti strokovnega znanja. Vključena mora biti v vse zadeve, ki se tičejo varstva podatkov ter 
spremljati skladnost, skrbeti za svetovanje in delovati kot kontaktna točka pri vprašanjih v zvezi z 
obdelavo (Splošna uredba, 2016, 37.–39. člen). 
4.3.3 Uvedba ocene učinka v zvezi z varstvom podatkov  
S pooblaščeno osebo za varstvo podatkov je povezana tudi novost ocene učinka v zvezi z varstvom 
podatkov. Ta obvezuje upravljavca, da pred obdelavo opravi oceno učinka predvidenih dejanj 
obdelave na varstvo osebnih podatkov, v kolikor obstaja možnost, da bi lahko obdelava povzročila 
večje tveganje za pravice in svoboščine posameznikov. Kadar je imenovana pooblaščena oseba za 
varstvo podatkov, jo mora upravljavec v teh primerih zaprositi za mnenje. Ocena učinkov je 
zahtevana denimo, kadar gre za sistematično in obsežno vrednotenje, ki temelji na avtomatizirani 
obdelavi, za kar velja recimo oblikovanje profilov (prav tam, 35. člen). Gre za popolno novost, saj 
Direktiva sicer izpostavlja, da mora upravljavec izvajati tehnične in organizacijske ukrepe pred 
različnimi tveganji in tako zagotoviti raven zaščite, ustrezno tveganju, ki ga predstavlja obdelava 
in narava podatkov (Direktiva, 1995, 17. člen), vendar pa konkretnejše ne razdela, kakšni so ti 
ukrepi in kdaj se morajo izvajati. 
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4.3.4 Spremembe v zvezi s pravnimi podlagami za obdelavo podatkov 
Splošna uredba ni uvedla korenitih sprememb na področju pravnih podlag za obdelavo podatkov. 
Še vedno je določenih šest pravnih podlag, osebne podatke pa se lahko obdeluje le, če je izpolnjena 
ena izmed njih: privolitev, pogodba, zakonska obveznost, zaščita življenjskih interesov, javni 
interes ali izvajanje javne oblasti, zakoniti interesi (Markovič in drugi, 2019, str. 67–68).  
Korenite spremembe pa so doletele eno izmed pravnih podlag, in sicer privolitev posameznika. Po 
Direktivi je privolitev posameznika vsaka prostovoljna, posebna in informirana izjava volje, “s 
katero posameznik, na katerega se osebni podatki nanašajo, izrazi soglasje, da se osebni podatki o 
njem obdelujejo. “ (Direktiva, 1995, 2. člen). Že v direktivi se torej poudarja, da mora biti privolitev 
nedvoumna in prostovoljna izjava. V Splošni uredbi je konkretneje in na primeru razložena 
privolitev k obdelavi podatkov, za katero se po novem od posameznika zahteva aktiven pristop 
(Splošna uredba, 2016, preambula, 32. točka): 
Privolitev bi morala biti dana z jasnim pritrdilnim dejanjem, ki pomeni, da je posameznik, na 
katerega se nanašajo osebni podatki, prostovoljno, specifično, ozaveščeno in nedvoumno izrazil 
soglasje k obdelavi osebnih podatkov v zvezi z njim, kot je s pisno, tudi z elektronskimi sredstvi, 
ali ustno izjavo. To lahko vključuje označitev okenca ob obisku spletne strani, izbiro tehničnih 
nastavitev za storitve informacijske družbe ali katero koli drugo izjavo ali ravnanje, ki v tem 
okviru jasno kaže na to, da posameznik, na katerega se nanašajo osebni podatki, sprejema 
predlagano obdelavo svojih osebnih podatkov. Molk, vnaprej označena okenca ali nedejavnost 
zato ne pomenijo privolitve. Privolitev bi morala zajemati vse dejavnosti obdelave, izvedene v isti 
namen ali namene. Kadar je obdelava večnamenska, bi bilo treba privolitev dati za vse namene 
obdelave. Če je privolitev posameznika, na katerega se nanašajo osebni podatki, dana na podlagi 
zahteve z elektronskimi sredstvi, mora biti zahteva jasna in natančna, prav tako pa ne sme po 
nepotrebnem ovirati uporabe storitve, za katero se zagotavlja.  
Upravljavec mora biti zmožen predložiti dokaze o pridobljeni privolitvi s strani posameznika, na 
katerega se nanašajo osebni podatki. Posameznik mora imeti možnost preklica privolitve, kar mora 
biti ravno tako enostavno kakor dati privolitev (prav tam, 7. člen). 
4.3.5 Novost evidence dejavnosti obdelave osebnih podatkov 
Novost je tudi obveznost vodenja evidenc dejavnosti obdelave. V Sloveniji še vedno velja Zakon 
o evidencah na področju dela in socialne varnosti, ki določa katere evidence je potrebno voditi na 
področju dela in socialne varnosti. V tem zakonu gre za evidence, kot je denimo evidenca o 
zaposlenih ali evidenca o stroških dela.  
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Pri evidencah v Splošni uredbi ne gre za omenjene evidence, temveč za dolžnost upravljavca in 
obdelovalca, da vodita evidenco dejavnosti obdelave osebnih podatkov. Vsebovati mora kontaktne 
podatke upravljavca, namen obdelave, opis kategorije posameznikov, na katere se nanašajo osebni 
podatki, vrste osebnih podatkov, kategorijo uporabnikov, ki se jim osebni podatki razkrijejo, 
morebitne informacije o prenosih v tretjo državo, predvidene roke za izbris podatkov ter splošni 
opis tehničnih in organizacijskih varnostnih ukrepov (prav tam, 30. člen). 
4.3.6 Odgovornosti upravljavcev in obdelovalcev  
Definicija obdelovalca in upravljavca se po Splošni uredbi ni bistveno spremenila. Upravljavec je 
“fizična ali pravna oseba, javni organ, agencija ali drugo telo, ki samo ali skupaj z drugimi določa 
namene in sredstva obdelave”, obdelovalec pa ”fizična ali pravna oseba, javni organ, agencija ali 
drugo telo, ki obdeluje osebne podatke v imenu upravljavca” (prav tam, 4. člen). 
Direktiva razen tehničnih in organizacijskih ukrepov, ki jih mora obdelovalec zagotoviti v primeru, 
da za upravljavca pogodbeno obdeluje podatke, odgovornosti obdelovalcem ne nalaga. V besedilu 
Splošne uredbe pa je večkrat zapisano, da je zavezujoča tudi za obdelovalce, saj morajo biti vse 
obdelave osebnih podatkov izvedene skladno s Splošno uredbo (prav tam, preambula, 22. točka), 
hkrati pa je poleg upravljavca tudi obdelovalec finančno odgovoren za škodo ob morebitni kršitvi 
varstva osebnih podatkov.  
4.3.7 Odgovornost za plačilo odškodnine 
Novost Splošne uredbe je tudi odgovornost obdelovalca za morebitno odškodnino in spremenjeno 
področje sankcij. Direktiva je konkretizacijo sankcij prelagala na države članice, ki naj ”sprejmejo 
ustrezne ukrepe za zagotovitev popolne izvedbe določb te direktive in predvsem določijo sankcije, 
ki se naložijo ob kršitvi določb, sprejetih v skladu s to direktivo” (Direktiva, 1995, 24. člen).  
Po Splošni uredbi mora vsaka država članica določiti vsaj en neodvisni organ, pristojen za 
spremljanje dosledne uporabe uredbe v EU. Slednji lahko ob kršitvah izda različne ukrepe, skladno 
s resnostjo kršitve pa tudi upravno globo. Kadar gre na primer za kršitve osnovnih načel obdelave, 
upravna globa lahko znaša vse do 20 milijonov EUR oz. do 4% skupnega letnega prometa. Določila 
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na področju sankcij predstavljajo veliko spremembo. Direktiva je bila glede opredeljevanja 
načinov kaznovanja zelo splošna, z uredbo pa se je določila celo višina kazni. 
4.3.8 Obvestilo o morebitni kršitvi varstva osebnih podatkov  
Po Splošni uredbi se zahteva doslednost pri obveščanju o morebitni kršitvi varstva osebnih 
podatkov nadzornemu organu ter posamezniku. Gre za popolno novost, kajti tovrstnega obveščanja 
Direktiva ni striktno določala. Upravljavec mora brez nepotrebnega odlašanja in najkasneje v 72 
urah po seznanitvi s kršitvijo o tem uradno obvestiti pristojni nadzorni organ. V kolikor uradnega 
obvestila ne poda v 72 urah, je potrebno predložiti še razloge za zamudo. Če se kršitev varstva 
osebnih podatkov pripeti obdelovalcu, mora o tem obvestiti upravljavca. Upravljavec mora 
dokumentirati vsako tovrstno kršitev, dejstva v zvezi njo, učinke in sprejete ukrepe (prav tam, 33. 
člen).  
4.3.9 Povečan obseg pravic posameznikov 
Posamezniki so s Splošno uredbo dobili znatno več pravic. Vsak posameznik ima pravico dostopa 
do informacije o tem, ali se njegovi osebni podatki obdelujejo in dostopa do teh podatkov (Splošna 
uredba, 2016, 15. člen). Če so osebni podatki netočni, ima posameznik pravico doseči, da 
upravljavec “brez nepotrebnega odlašanja popravi netočne osebne podatke v zvezi z njim” (prav 
tam, 16. člen). Prav tako ima posameznik po novem možnost pravice do pozabe, saj lahko doseže, 
da upravljavec izbriše njegove osebne podatke, pri čemer mora biti podan upravičen razlog, kot je 
denimo prenehanje potrebe po osebnih podatkih glede na namen zbiranja ali obdelave (prav tam, 
17. člen). Vzpostavljena je še pravica do omejitve obdelave, pravica do prenosljivosti podatkov in 
pravica do ugovora. S tem je bilo posameznikom danih veliko več pravic, kot so jih imeli 
predhodno, vendar kot je razvidno iz besedila, te pravice niso absolutne.   
 
4.4. Trenutno stanje slovenske zakonodaje: predlog novega Zakona o varstvu podatkov (predlog 
ZVOP-2) 
V Sloveniji se bo Splošna uredba implementirala z novim Zakonom o varstvu podatkov (EVA: 
2018-2030-0045, dalje ZVOP-2). Kljub temu, da je Splošna uredba v veljavi že več kot eno leto, 
23 
 
ZVOP-2 v prvi polovici leta 2019 še vedno ni bil sprejet. Predlog zakona je trenutno v 
medresorskem usklajevanju, strokovnem usklajevanju in v javni razpravi, kar pomeni, da je v 
zakonodajnem postopku. 
Kot navaja Pahor, je posledica tega izjemno posebno in kompleksno stanje slovenske zakonodaje. 
S 25. 5. 2018 ne veljajo več številne določbe Zakona o varstvu podatkov (ZVOP-1), saj je za 
upravljavce in obdelovalce neposredno veljavna Splošna uredba, ne glede na stanje nacionalne 
zakonodaje. Za lažjo presojo o tem, katera pravna sredstva veljavo v vmesnem času, je Ministrstvo 
za pravosodje RS izdalo neobvezujoče oceno, po kateri se večina določil ZVOP-1 ne uporablja več 
(Markovič in drugi, 2019, str. 404).  
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5 KLJUČNI VIDIKI DELOVANJA KADROVSKO SVETOVALNIH PODJETIJ  
 
Za razumevanje podjetij, ki jih bomo obravnavali in za katere predlagamo termin kadrovsko 
svetovalna podjetja, je potrebno opredeliti razlike med slednjimi in kadrovskimi agencijami. 
Zaposlovanje preko kadrovskih oziroma zaposlitvenih agencij predstavlja atipično in fleksibilno 
obliko delovnega razmerja, za katero je značilno tripartitno razmerje med delavcem, agencijo in 
podjetjem, ki je uporabnik storitev agencije oziroma pogodbena stranka. Delavec je v delovnem 
razmerju pri agenciji, delo pa opravlja na delovnem mestu pri uporabniku (Kohont, 2003, str. 442–  
443). Delovanje agencij je v Sloveniji skladno z Zakonom o urejanju trga dela (2011)9 definirano 
kot zagotavljanje dela delavcev uporabniku in pogojeno z različnimi pogoji, kot je denimo 
predložitev bančne garancije v višini najmanj 30.000€. 
Zaposlovanje prek kadrovskih agencij je dobro poznana praksa. Na trgu delovne sile in 
zaposlovanja pa so vse bolj prisotna tudi svetovalna podjetja, ki ponujajo storitve iz kadrovskega 
področja, vendar pravno niso kadrovske agencije, saj delavcev ne zaposlujejo in ne napotujejo k 
uporabnikom. Razen napotitve pogosto podjetjem nudijo zelo podobne storitve, kot jih poleg 
osnovne dejavnosti uporabnikom ponujajo tudi nekatere kadrovske agencije. Tako na primer 
agencija Adecco poleg zagotavljanja dela ter študentskega servisa, ki sta agencijski dejavnosti, 
podjetjem nudi tudi iskanje in selekcijo vodilnih kadrov, prezaposlovanje, kadrovsko svetovanje, 
ocenjevalne centre, psihološke teste in druge storitve (“Adecco“, b. d.). Vse navedene storitve 
pogosto nudijo tudi kadrovsko svetovalna podjetja, ki se ukvarjajo s storitvenimi dejavnostmi iz 
kadrovskega področja za podjetja.  
Kadrovsko svetovalna podjetja, ki jih bomo obravnavali, si tako lahko zamislimo kot nekakšno 
preobraženo obliko kadrovskih agencij, ki je plod naraščajočega trenda “outsourcinga” kadrovske 
funkcije.  
 
9 Zakon o urejanju trga dela – ZUTD. (2010). Sprejet v Državnem zboru Republike Slovenije, v veljavi od 27. oktobra. 
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Nekateri avtorji kadrovske agencije obravnavajo kot posebno vrsto kadrovsko svetovalnih podjetij. 
Zasebne agencije za zaposlovanje opisujejo kot organizacije, ki so manjše od javnih služb, 
razpolagajo z manj informacijami in kandidati, svoje storitve pa podjetjem zaračunavajo. Pogosto 
so specializirane na strokovni profil določene vrste kandidatov, kjer dobro poznajo trg. Podjetjem 
nudijo aktualne iskalce zaposlitve in pridobivajo že zaposlene delavce, opravljajo intervjuje, 
testiranja in za svoje storitve omogočajo garancije. Podjetja se za sodelovanje z njimi odločijo 
posebej takrat, kadar iščejo kader s specifičnim znanjem za profesionalno in vodstveno delo. Poleg 
omenjenih agencij na trgu prav tako delujejo večje mednarodne agencije, kot sta na primer Adecco 
in Manpower. Takšne agencije so manj specializirane in poleg že navedenih storitev podjetjem 
nudijo tudi možnost najema delavcev (Svetlik, Zupan, Stanojević, Možina in Kohont, 2009, str. 
292–293).  
Kot je razvidno iz zgornje definicije, se v literaturi kadrovske agencije ter kadrovsko svetovalna 
podjetja omenjajo tudi s skupnim imenom “zasebne agencije za zaposlovanje”. V določenih 
načinih delovanja so si podobne, zato pri preučevanju nekaterih vidikov razlikovanje ni bistveno. 
Vendar pa je treba izpostaviti, da so agencije zakonsko regulirane drugače, prav zato pa je lahko 
drugačno pogodbeno razmerje med naročniki, kandidati in agencijo.  
Glede na to, da je Splošna uredba o varovanju podatkov pravni vir in ima lahko drugačne posledice 
za eno in drugo obliko podjetij, je bistveno, da se upošteva distinkcijo in opredeli fokus, ki bo v 
tem delu na kadrovsko svetovalnih podjetjih.  
Kadrovsko svetovalnih podjetij je v Sloveniji razmeroma veliko. Med bolj znane spadajo denimo 
Profil, Pendl & Piswanger, Adittec, Kragelj & Kragelj, Competo, Kadis in HRM. Nekatere izmed 
njih so na trgu že več desetletij. Številčnost takšnih podjetij ni presenetljiva, saj podjetja, ki nudijo 
storitve kadrovskega svetovanja, niso vezana na rigorozne pogoje, ki jih zakon določa za kadrovske 
agencije.  
Kljub temu, da delavcev ne napotujejo, kadrovsko svetovalna podjetja v sklopu svojih storitev 
operirajo z velikimi količinami osebnih podatkov. Zato ni nepričakovano, da je Splošna uredba o 
varstvu podatkov znatno vplivala na njihovo delovanje.  
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Večina kadrovsko svetovalnih podjetij deluje na področju iskanja in selekcije in razvoja kadrov. V 
nadaljevanju se bomo osredotočili predvsem na področje iskanja in selekcije kadrov, kjer bi zaradi 
obdelave večjih količin osebnih podatkov Splošna uredba lahko imela še največji vpliv. 
 
5.1 Iskanje in izbor kadrov 
Z iskanjem, izborom in uvajanjem delavcev menedžment človeških virov uravnava odnos med 
organizacijo in trgom dela (Svetlik in drugi, 2009, str. 287). Temeljni cilj pridobivanja novih 
zaposlenih je, da ima podjetje za določeno delovno mesto na voljo dovolj dobrih kandidatov, med 
katerimi lahko izbira (Maitland, 1997, str. 35-36 v Svetlik in drugi, 2009, str. 296)10.  
Izbiranje kandidatov s pomočjo agencij ali kadrovsko svetovalnih podjetij predstavlja eno izmed 
metod pridobivanja delavcev iz zunanjih virov (Svetlik in drugi, 2009, str. 293). Iskanje in selekcija 
kadrov je tako osnovna dejavnost marsikaterega kadrovsko svetovalnega podjetja. 
Podjetja od specializiranih zasebnih agencij pričakujejo najbolj primerne kandidate. Ker se z 
velikim obsegom števila kandidatov poveča stroške in čas, potreben za izbiro, je prednost 
specializiranih agencij v tem, da podjetju predstavijo ravno želeno število kandidatov, med katerimi 
lahko podjetje izbira v nadaljevanju. Kadar je na trgu premalo ustreznih kandidatov za določena 
delovna mesta, so agencije lahko edina primerna metoda izbire (prav tam, str. 297). 
Kot postopek opisuje kadrovsko podjetje Kadis, je za uspešno izvedbo ključno dobro sodelovanje 
med naročnikom in strokovnjakom iz svetovalnega podjetja. Iskanje in izbor kadrov se začne z 
analizo delovnega mesta in določitvijo želenega profila kandidata. Naslednji korak je iskanje 
primernih kandidatov, pri čemer podjetje objavi oglase na različnih portalih in pregleda različne 
spletne baze. Znotraj tega preveri tudi lastno bazo potencialnih profilov, ki jo že več let gradijo in 
aktivno ustvarjajo. Pri iskanju uporabijo tudi metodo neposrednega nagovarjanja kandidatov - 
“headhunting”, ki je pri določenih profilih edina smiselna možnost. Zadnji korak je faza selekcije, 
 
10 Maitland, I. (1997). Recruiting: How to do it. London: Cassell.  
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v kateri kandidate poglobljeno intervjuvajo in opredelijo njihove kompetence, cilje in pričakovanja. 
Skladno z željami naročnika opravijo tudi psihološka testiranja (”Kadis”, b. d.). 
Iskanje in selekcija v kadrovsko svetovalnih podjetjih torej poteka po določenih fazah. V 
nadaljevanju si bomo ogledali področja iskanja in selekcije, ki so najbolj relevantna v povezavi s 
Splošno uredbo. 
5.1.1 Baze kandidatov 
Večje organizacije pogosto za namene zaposlovanja vzdržujejo lastne baze kandidatov. Tudi 
kadrovsko svetovalna podjetja, čeprav se uvrščajo med manjše organizacije, morajo vzdrževati 
lastne baze življenjepisov, saj lastne baze uporabljajo kot primarni vir kandidatov. Baze so 
praviloma dobro organizirane, enostavne za filtriranje in imajo toliko funkcij, kot je to za podjetja 
cenovno še sprejemljivo (Ismail in Koshy, 2017).  
O internih bazah kandidatov so kadrovsko svetovalna podjetja relativno skrivnostna. Na spletnih 
straneh jih sicer večinoma omenjajo kot del postopka iskanja in selekcije, le redko pa pišejo o 
obsegu, načinu pridobivanja kandidatov za vpis v bazo in profilu kandidatov, ki so v bazah.  
Eno izmed podjetij, ki javno navaja število kandidatov v bazi je podjetje Profil. Na spletni strani 
navajajo, da ima njihova “zbirka podatkov” več kot 50.000 kandidatov. V delu na spletni strani, ki 
je namenjena kandidatom, se je možno vpisati v bazo kandidatov, pri čemer je obvezno izpolniti 
polja z osebnimi podatki, ki vključujejo datum rojstva, stopnjo zaključene izobrazbe, informacije 
o trenutnem delovnem mestu, delodajalcu in področju dela. Obvezno je tudi naložiti življenjepis 
ter se strinjati s pogoji o varstvu podatkov (”Profil”, b. d.).  
Poleg internih baz se svetovalna podjetja za namen iskanja in selekcije poslužujejo tudi drugih 
spletnih baz. Ena izmed najbolj uporabljenih v Sloveniji je gotovo baza zaposlitvenega portala 
MojeDelo.com, ki se oglašuje kot “največji in najbolj učinkovit kanal za iskanje novih sodelavcev”. 
V bazi, ki obsega več kot 160.000 življenjepisov in je največja baza življenjepisov v Sloveniji, se 
nahajajo tudi strokovni kadri. V bazo se vsak dan vpisujejo novi kandidati. Kadrovsko svetovalna 
podjetja se lahko na spletni strani MojeDelo registrirajo kot delodajalci. Z registracijo dobijo 
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možnost objave oglasov, iskanja po bazi kandidatov ter možnost prejemanja elektronskih prijav. 
Registracija je sicer brezplačna, za ostale storitve pa je potrebno doplačati (”MojeDelo”, b. d.).  
Spletno bazo kandidatov ponuja tudi zaposlitveni portal Optius. Za svojo bazo pravijo, da je “ena 
večjih baz iskalcev zaposlitve”, točne številke kandidatov pa ne navajajo. Podjatja do baze lahko 
neomejeno dostopajo s plačilom letne članarine (”Optius” b. d.).  
5.1.2 Lov na talente - “headhunting” 
“Headhunting” oziroma lov na talente je močno povezan s kadrovsko svetovalnimi podjetji, ki se 
jih zaradi specializiranosti na iskanje in selekcijo vodilnih kadrov pogosto poimenuje kar 
“headhunting agencije”. Tako lahko lov na talente v širšem smislu razumemo kot celoten postopek 
iskanja in selekcije, ki ga uporabljajo tovrstna podjetja.  
Obenem pa kadrovsko svetovalna podjetja “headhunting” navajajo tudi kot del selekcijskega 
postopka, zato lov na talente v ožjem pomenu besede razumemo kot specifično metodo iskanja in 
selekcije. Pri metodi se izdela temeljita raziskava trga in virov potencialnih kandidatih, nato pa se 
kandidate diskretno, vendar neposredno nagovori in povabi k sodelovanju (”Trescon”, b. d.).  
Lov na glave je posebej smiseln takrat, kadar v kadrovskem podjetju želijo stopiti v stik s pasivnimi 
kandidati. Aktivni kandidati, zaposleni ali brezposelni, so v iskanju nove zaposlitve, zato se bodo 
najverjetneje odzvali na zaposlitvene oglase ali vpisali v baze kandidatov. Pasivni kandidati so 
zaposleni kandidati, ki niso iskalci nove zaposlitve, predstavljajo pa kar 75% delovne sile. Malo 
verjetno je, da se bodo vpisali v spletne baze, zato je najboljši način za iskanje proaktivno 
pridobivanje virov. Veliko specialistov za iskanje in selekcijo (”rekruterjev”) se strinja, da je 
najboljša metoda lova na talente LinkedIn (Ismail in Koshy, 2017).  
Linkedin je največje poslovno spletno socialno omrežje na svetu, ki združuje več kot 610 milijonov 
uporabnikov v več kot 200 državah. Hkrati je tudi odlično orodje za podjetja in specialiste za 
iskanje in selekcijo, ki želijo stopiti v stik s posamezniki. Vsakih 8-10 sekund naj bi se nekdo 
zaposlil preko Linkedina. Za namene zaposlovanja portal ponuja različna orodja znotraj LinkedIn 
Talent Solutions. Podjetja lahko koristijo poslovno orodje Linkedin Recruiter, ki jim omogoča, da 
iščejo, kontaktirajo in upravljajo s kandidati. Na ta način jim lahko pošljejo elektronsko sporočilo, 
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četudi s posameznikom niso povezani preko portala in ne poznajo njegovega elektronskega naslova 
. (”LinkedIn Business” b. d.). 
Poleg Linkedina rekruterji pogosto uporabljajo tudi druge metode, npr. druga socialna omrežja, ki 
sicer niso namenjena poslovnim zadevam (npr. Facebook). Poslužujejo se tudi spletnih strani 
podjetij, kjer je pogosto moč najti seznam zaposlenih kandidatov, vključno z njihovimi službenimi 
telefonskimi številkami in elektronskimi naslovi. Če nič drugega ne uspe, lahko tudi pokličejo v 
podjetje pod pretvezo, da kliče prijatelj ali stranka in sprašujejo po osebi, ki je na določenem 
delovnem mestu (Sundberg, b. d.). Pogosto se specialisti za iskanje in selekcijo znajdejo tudi v 
situaciji, ko želijo stopiti v kontakt z določeno osebo, a ne poznajo elektronskega naslova. Takrat 
se poslužujejo tudi ugibanja o morebitnem naslovu glede na format službenega e-maila, ali pa za 
ugotavljanje naslova uporabijo različna spletna orodja (Shamaeva, b. d.). 
5.1.3 Psihološka testiranja 
Za namene iskanja in selekcije se uporablja različne vrste psiholoških testiranj in vprašalnikov. 
Kadrovsko svetovalna podjetja se običajno poslužujejo psihometričnih testov. Psihometrija 
označuje mentalne meritve, psihometrični testi pa so merilne metode. Namen merjenja je razumeti 
posameznikovo vedenje in na podlagi testov predvideti prihodnje vedenjske vzorce (Edenborough, 
2005, str. 4.).  
Psihološki testi ne odkrivajo intimnih stvari in nagnjenj kandidatov, temveč samo tiste sposobnosti, 
lastnosti ali potenciale, ki so povezani z določenim delovnim mestom. Tako je tudi izbor testov 
odvisen od zahtev delovnega mesta. S testom se lahko oceni različne sposobnosti, karierne interese 
ali pa opravi različne analize, kot je denimo analiza timskih vlog ali kompleksna analiza osebnostne 
strukture (Mrak, 2005).  
V kadrovsko svetovalnem podjetju Competo s psihometričnimi testiranji ocenjujejo splošne 
kompetence kandidata ter tako imenovan 3Q - meritve emocionalnega kvocienta (EQ), 
inteligenčnega kvocienta (IQ) ter kvocienta optimizma (OQ). Z rezultati ugotavljajo, kako dobro 
bo kandidat delo opravljal v dani ekipi ter ali so rezultati skladni s pričakovanji naročnika 
(”Competo”, b. d.).  
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6 KLJUČNA PODROČJA IN IZZIVI ZA KADROVSKO SVETOVALNA PODJETJA PO 
UVELJAVITVI SPLOŠNE UREDBE 
 
Varstvo in diskretnost osebnih podatkov kot pomembna tematika in vrednota za kadrovsko 
svetovalna podjetja ni novost. Postopki iskanja in izbora kadra namreč vključujejo obsežno 
zbiranje in obdelavo osebnih podatkov. Dokumenti, kot so življenjepis, diploma, testi in poročila 
so običajen del izbirnega postopka (”Europan Data Protection Supervisor”, b. d.). V selekcijskih 
postopkih nemalokrat sodelujejo posamezniki, ki so že zaposleni. Za takšne kandidate je bistvenega 
pomena, da informacija o sodelovanju ostane skrivnost. 
Zaposleni v kadrovsko svetovalnih podjetjih imajo dostop do zelo zaupnih informacij o kandidatih 
in naročnikih, ki jim zaupajo, da bodo z njihovimi podatki ravnali pazljivo. Kršitve varstva 
podatkov predstavljajo veliko tveganje za izgubo kandidatov ali naročnikov, kar lahko močno 
ogrozi poslovanje podjetja (Lyons, 2016).  
Za delavce v kadrovsko svetovalnih podjetij je spoštovanje diskretnosti in zaupnosti tako temeljna 
vrednota, ki je vodilo njihovega dela in ne novost, ki bi jo prinesel prihod Splošne uredbe.  
Kljub temu je bilo v času uvedbe na tem področju veliko vprašanj in skrbi o prihodnosti te 
dejavnosti. Pogosto je bilo denimo prepričanje, da bo Splošna uredba iz trga izrinila manjša 
podjetja, ki delujejo na področju iskanja in selekcije kadrov. Kot piše Stewart (2018), takšna 
podjetja nimajo dovolj prihodkov, da bi lahko plačevale visoke vsote za preureditev procesov ali 
visoke kazni za kršitve. Standardni postopki bi lahko zanje postali veliko dražji, prav tako pa je 
potreben večji vložek v marketing ter preverbo, da sodelujejo s programi in podjetji (npr. 
zaposlitvenimi portali), ki poslujejo skladna s Splošno uredbo.  
 
6.1 Imenovanje pooblaščene osebe za varstvo podatkov (DPO)  
Nataša Pirc Musar, strokovnjakinja za varstvo osebnih podatkov, je pred uvedbo Splošne uredbe 
povedala, da bodo najpomembnejše novosti za zaposlitvene oz. kadrovske agencije “način 
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pridobivanja osebne privolitve za obdelavo osebnih podatkov in imenovanje pooblaščene osebe za 
varstvo osebnih podatkov”. Pri tem je poudarjala, da bodo agencije morale imeti DPO 
(pooblaščeno osebo za varstvo podatkov) tudi, če “če kadre zgolj iščejo in jih ustrezno profilirajo 
po naročilu nekega podjetja,” po čemer je moč sklepati, da v sklop agencij zajema tudi kadrovsko 
svetovalna podjetja. Ker takšna podjetja oblikujejo profile posameznikov, jih po njenem mnenju 
zagotovo lahko uvrstimo med podjetja, za katera je imenovanje pooblaščene osebe za varstvo 
podatkov obvezno (Pirc Musar, 2017).  
Za določitev, katere organizacije morajo takšno osebo imenovati, se namreč upošteva kriterije 
temeljne dejavnosti, obsežnosti ter rednega in sistematičnega spremljanja. Pri temeljnih 
dejavnostih gre za ključne dejavnosti, ki jih upravljavec ali obdelovalec opravljata za dosego ciljev, 
in ne postranske aktivnosti, kot je npr. izplačilo plač, ki je podporna funkcija. Sem spadajo denimo 
obdelave podatkov o strankah, ki jih opravljajo zavarovalnice ali banke ter obdelave podatkov, ki 
jih o bolnikih opravlja bolnišnica.  Pri kriteriju rednega in sistematičnega spremljanju govorimo 
predvsem o pojmu spremljanja vedenja posameznikov, kamor je vključeno tudi vsakršno 
oblikovanje profilov posameznikov na internetu (Markovič in drugi, 2019, str. 314–317).  
Iz vsega navedenega je moč sklepati, da se med organizacije, ki so morale imenovati pooblaščeno 
osebo o varstvu podatkov, uvrščajo tudi kadrovsko svetovalna podjetja, še posebej, če je njihova 
osnovna dejavnost iskanje in selekcija kadrov in razpolagajo z bazami kandidatov. 
V Splošni uredbi so pogoji za zasedbo funkcije pooblaščene osebe za varstvo podatkov navedeni 
relativno skopo. Določeno je le, da se “pooblaščeno osebo za varstvo podatkov imenuje na podlagi 
poklicnih odlik in zlasti strokovnega znanja o zakonodaji in praksi na področju varstva podatkov 
ter zmožnosti za izpolnjevanje nalog” (Splošna uredba, 2016, 37. člen, 5. odstavek). Presoja o tem, 
ali je upravljavec oziroma obdelovalec kot pooblaščeno osebo za varstvo podatkov imenoval 
ustrezno osebo, je za vsak samostojni primer v rokah informacijskega pooblaščenca (Markovič in 
drugi, 2019, str. 333). Odločitev, ali je oseba za to funkcijo primerna, v praksi lahko predstavlja 
velik izziv, zato se pričakuje, da bo ZVOP-2 jasneje določil kriterije, ki jih mora takšna oseba 
izpolnjevati (prav tam, str. 336). Do takrat lahko odločitev o nosilcu te funkcije za kadrovsko 
svetovalna podjetja predstavlja pomembno dilemo.  
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6.2 Izvajanje evidence obdelav osebnih podatkov 
Izvajanje evidence obdelav je nov institut, ki v Splošni uredbi zamenjuje predhodno poznan pojem 
zbirke osebnih podatkov. Po vsebini sta si sicer precej podobna, vendar med njima obstajajo 
ključne razlike (Markovič in drugi, 2019, str. 295–297).  
Za evidence velja, da jih morajo vzpostaviti podjetja z nad 250 zaposlenimi ter tudi tista, ki izvajajo 
obsežne obdelave osebnih podatkov, kamor bi lahko uvrstili kadrovsko svetovalna podjetja. Za 
vzpostavitev se svetuje notranje revizije, s katerimi se lahko določi, kateri podatki se obdelujejo. 
Nato se z uporabo vprašalnikov in pregledov postopkov lahko ugotovi, zakaj se osebni podatki 
obdelujejo, kdo lahko do njih dostopa in kako dolg je rok hrambe. Ugotovitve je potrebno beležiti 
v pisni obliki in jih stalno osveževati (”Informacijski pooblaščenec”, b. d.).  
Za vzpostavitev je torej potreben celosten pregled področij delovanja. Vzpostavljanje evidenc 
dejavnosti obdelave bi tako lahko kadrovsko svetovalnim podjetjem predstavljalo izziv že iz vidika 
obsežnosti procesa. 
 
6.3 Izvajanje ocene učinka v zvezi z varstvom osebnih podatkov 
Oceno učinka si lahko predstavljamo kot nekakšno oceno tveganja za varovanje osebnih podatkov 
v podjetju. Pogosto se zanjo uporablja kratico DPIA (Markovič in drugi, 2019, str. 340). 
Upravljavci jo izvedejo, kadar lahko vrsta obdelave povzroči večje tveganje za pravice in 
svoboščine ljudi. Sem spada tudi profiliranje (”Informacijski pooblaščenec”, b. d.). Zdi se, da 
kadrovsko svetovalna podjetja spadajo v kategorijo podjetij, ki so dolžna izvajati ocene učinke, a 
pri tem obstaja nekaj nejasnosti, saj so ta podjetja podatke obdelovala tudi pred 25. 5. 2018. Po 
uvedbi uredbe naj bi morale opraviti oceno učinkov le, če je po tem datumu prišlo do večjih 
sprememb v “tveganjih, naravi, obsegu, kontekstu ali namenih” (prav tam).  
Po navedbah Informacijskega pooblaščenca je ocena učinka v vsakem primeru priporočljiva. 
Razmišljanje v smislu, da podatkov rajši ne bomo brisali, ker bi jih v prihodnje lahko še 
potrebovali, je tipično napačno razmišljanje, ki je v preteklosti mnogokrat vodilo do neskladnosti 
z zakonodajo (Informacijski pooblaščenec, 2017).  
33 
 
Izziv, ki bi se lahko pojavil za kadrovsko svetovalna podjetja, je predvsem ustrezna odločitev o 
tem, ali je oceno učinka potrebno izvesti in kako. Glede na določila ter omenjeno mnenje 
informacijskega pooblaščenca bi lahko kadrovsko svetovalna podjetja sklepala, da ocena učinka 
zanje ni potrebna, ker so obdelave izvajale že predhodno.  
 
6.4 Pravne podlage za obdelavo: privolitve ali zakoniti interes? 
Pirc Musar kot dodatno bistveno novost za kadrovsko svetovalna podjetja izpostavlja spremembe 
na področju privolitev. Poudarja, da je privolitev po Splošni uredbi še vedno ena izmed pravnih 
podlag za prenos osebnih podatkov, je pa “pridobitev privolitve bistveno omejena” (Pirc Musar, 
2018). To bi lahko na kadrovsko svetovalna podjetja vplivalo predvsem na področju metod lova 
na talente, psiholoških testiranj ter baz kandidatov.  
V praksi bi spremembe na področju privolitev za kadrovsko svetovalna podjetja lahko v najbolj 
ekstremnem primeru pomenile ponovno pridobivanje privolitev posameznikov, če se podatki 
obdelujejo na podlagi privolitve. To bi se moralo zgoditi, če predhodno pridobljene privolitve niso 
skladne z določili Splošne uredbe, na primer če soglasja niso bila pridobljena za vsak namen 
posebej.  
Predpostavka, da kadrovsko svetovalna podjetja osebne podatke kandidatov obdelujejo na podlagi 
privolitev je sicer logična, vendar vsi na kadrovskem področju niso zavzeli takšnega stališča. Eno 
izmed podjetij, ki ponuja programsko opremo namenjeno iskanju in selekciji, je zavzelo stališče, 
da imajo specialisti za iskanje in selekcijo zakoniti interes za zbiranje osebnih podatkov in da 
potrebujejo soglasje le v primeru občutljivih podatkov. Priporočajo premislek o tem, ali imajo 
legitimen interes za shranjevanje podatkov pasivnih kandidatov. Slednje naj bi zagotovili tako, da 
kandidate kontaktirajo le za točno določen namen (ne le povečanje baze), da zbirajo samo tiste 
vrste in obseg podatkov, ki so nujno potrebni za selekcijski namen, da pridobijo podatke zakonito 
iz zakonitega vira ter da nameravajo kontaktirati kandidate, katerih podatke shranjujejo, v manj kot 
enem mesecu (Bika, b. d.).  
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V poljudnih člankih, ki zavzemajo podobno stališče je večkrat zaslediti nasvet, da naj specialisti 
za iskanje in selekcijo kandidate, katerih podatke obdelujejo na podlagi zakonitega interesa, 
kontaktirajo v 30 dneh. To najverjetneje izhaja iz interpretacije 14. člena Splošne uredbe, ki govori 
o zagotavljanju informacij posamezniku, kadar so bili osebni podatki pridobljeni drugod. V 30 
dneh po prejemu podatkov je posameznike potrebno obvestiti, kako in zakaj se njihovi osebni 
podatki obdelujejo, o njihovih pravicah in izvoru podatkov. V kolikor se podatki uporabijo za 
komuniciranje s posameznikom, je posameznika o tem potrebno obvestiti najpozneje ob prvem 
komuniciranju (Splošna uredba, 2016, 14. člen, 3. odstavek).  
Brajnik opozarja, da je zakoniti interes po Splošni uredbi precej fleksibilna pravna podlaga za 
obdelavo podatkov. Spomnimo, da je obdelava podatkov v korist zakonitih interesov upravljavca 
ali tretje osebe dovoljena, razen če nad njimi prevladajo interesi ali temeljne pravice in svoboščine 
posameznika. Pri presoji o slednjem se upoštevajo razumna pričakovanja glede na razmerje do 
upravljavca. V kolikor med posameznikom in upravljavcem vzpostavljeno neko razmerje, 
ponavadi obstaja zakonit interes, npr. pri obdelavi podatkov o strankah in zaposlenih ali za namen 
neposrednega trženja (Markovič in drugi, 2019, str. 77). 
Pravne podlage med seboj niso hierarhično razporejene. Četudi se privolitev posameznika lahko 
sprva zdi najprimernejša, je za pravilno izbiro potrebno gledati na vsak primer posamezno. 
Pomembno je poudariti, da je “privolitev posameznika primerna pravna podlaga takrat, ko za 
obdelavo osebnih podatkov ne obstaja nobena druga (primernejša) pravna podlaga” (prav tam, str. 
81). 
Na pravilno izbiro pravne podlage za kadrovsko svetovalna podjetja lahko gledamo tudi z vidika 
izbrane metode iskanja in selekcije. Kot rečeno, kadrovsko svetovalna podjetja razpolagajo z 
lastnimi bazami kandidatov, hkrati pa se poslužujejo zunanjih baz ter metod lova na talente.  
Graham Smith, izkušen marketinški strokovnjak, v objavi na Linkedinu (2018)  navaja primera za 
obe smiselni pravni podlagi iz področja iskanja in selekcije kadrov. Primer zakonitega interesa je 
lahko kontaktiranje kandidatov na zaposlitvenem portalu. Četudi ne podajo izrecnega soglasja, da 
jih lahko specialisti za iskanje in selekcijo kontaktirajo, objava njihovih delovnih izkušenj nakazuje 
na to, da so odprti za nove poslovne izzive. Primer privolitve pa bi predstavljal kandidat, ki se vpiše 
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v bazo kandidatov kadrovsko svetovalnega podjetja, poda svoje kontaktne podatke in ob tem označi 
okenca, v katerih podaja soglasje za prejem tržnih sporočil v zvezi z delovnimi mesti. V 
komentarjih in debati pod objavo pa je zopet zaslediti različna stališča in interpretacije. Nekateri 
pravijo, da vpis kandidata v bazo kandidatov pomeni, da je iskalec zaposlitve, s čimer obstaja jasen 
zakoniti interes, da se ga lahko obvešča o delovnih mestih. Drugi menijo, da je zakoniti interes 
primeren le za zaposlitvene portale in da bi morali specialisti za iskanje in selekcijo iz kadrovsko 
svetovalnih podjetij pridobiti privolitev za vsako komunikacijo z iskalci zaposlitve. Smith šaljivo 
zaključuje, da je rezultat trikratnega klica informacijskemu pooblaščencu prejem treh različnih 
interpretacij glede istih določil Splošne uredbe.  
Četudi gre za neuradno komunikacijo je morda prav slednji zaključek tisto, kar je področje pravnih 
podlag za obdelavo osebnih podatkov kadrovsko svetovalnim podjetjem najbolj otežilo. 
Implementacija je gotovo zahtevala določene prilagoditve na tem področju, vendar pa ob prehodu 
in morda niti še danes ni  jasne, nedvoumne in enotne interpretacije določil, ki bi točneje opredelila, 
kako se lotiti zagotavljanja skladnosti na tem področju.  
Tako je bil verjetno za kadrovsko svetovalna podjetja potreben tehten premislek o tem, ali so za 
določena področja, kot je na primer vpis v bazo ter lov na talente (kontaktiranje preko Linkedina, 
službenega e-maila), soglasja smiselna oblika pravne podlage za obdelavo podatkov, ali pa bi bila 
morda primernejša kakšna druga, kot je recimo zakoniti interes. Posebno pozornost je bilo gotovo 
potrebno nameniti tudi psihološkim testiranjem. Splošna uredba jih sicer izrecno ne opredeljuje, 
lahko pa utegne vplivati na način pridobivanja privolitev, ki so v tem primeru najverjetneje edina 
racionalna oblika pravne podlage za obdelavo podatkov.  
 
6.5 Pogodbena obdelava osebnih podatkov: upravljavci, obdelovalci, skupni upravljavci?  
Ena izmed temeljnih specifik delovanja kadrovsko svetovalnih podjetij je, da pri svojem delu 
sodelujejo z drugimi podjetji, ki so naročniki različnih storitev. Tako je pomembno področje 
Splošne uredbe tudi delitev vlog obeh akterjev v postopku obdelave osebnih podatkov.  
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Poenostavljeno povedano so po Splošni uredbi upravljavci tisti subjekti, ki za potrebe opravljanja 
neke dejavnosti potrebujejo, uporabljajo in kakorkoli obdelujejo osebne podatke. Vsako podjetje 
je kot delodajalec venomer upravljavec osebnih podatkov za svoje zaposlene. V kolikor podjetje 
osebne podatke drugih, kot so npr. stranke, uporabniki ali naročniki, “pridobiva zase, za lastne 
potrebe in namene, je tudi v razmerju do osebnih podatkov teh posameznikov to podjetje oziroma 
organizacija upravljavec”. Druga vloga, ki jo podjetje lahko zavzame v pogodbeni obdelavi je 
vloga obdelovalca. Razlika med upravljavci in obdelovalci je v tem, da se obdelovalec o podatkih, 
ki jih bo obdeloval in zbiral, ne odloči sam, temveč jih določi upravljavec. To pomeni, da so 
obdelovalci tista podjetja, ki storitve opravljajo v imenu naročnikov. Kot primer tipičnih 
obdelovalcev se pogosto razume računovodske servise, izvajalce klicnih centrov ter izvajalce 
kadrovskih storitev. Lahko se zgodi tudi, da podjetja med seboj sodelujejo na tak način, da skupaj 
določijo namene in način obdelave. V takšnem primeru predstavljajo skupne upravljavce 
(Markovič in drugi, 2019, str. 42−45).  
Po takšnem razumevanju ter navedenih primerih se zdi razumljivo, da se bodo kadrovsko 
svetovalna podjetja najverjetneje uvrstila med obdelovalce. Vendar pa se po natančnejšem 
premisleku poraja dvom o samoumevni vlogi kadrovsko svetovalnih podjetij kot obdelovalcev 
podatkov. Kadrovsko svetovalna podjetja sicer res izvajajo naloge za naročnike, hkrati pa 
kandidate črpajo tudi iz lastne baze kandidatov, ki jo gradijo za lastne potrebe in namene.  
Informacijski pooblaščenec v mnenju glede kadrovske agencije in statusa upravljavca podatkov 
opominja, da se po Splošni uredbi definicija upravljavcev in obdelovalcev ni bistveno spremenila. 
Tako kadrovska agencija, kot naročnik zasledujeta “lastne oziroma z zakonom opredeljene namene 
obdelave osebnih podatkov”, zato sta oba upravljavca osebnih podatkov (Mnenje Informacijskega 
pooblaščenca, 2018)11. 
Navezujoč se na zgornje mnenje se je IP kasneje odzval tudi na vprašanje o kadrovskih agencijah, 
ki obdelujejo osebne podatke posameznikov zato, da jih povezujejo s potencialnimi delodajalci 
(naročniki). Iz te definicije je razvidno, da se vprašanje nanaša na kadrovsko svetovalna podjetja. 
 
11 Mnenje Informacijskega pooblaščenca. (2018). Št. 0712-3/2018/20. Republika Slovenija, Informacijski 
pooblaščenec. 31. januar. 
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Priporočajo pregledno opredelitev posredovanja osebnih podatkov kandidatov v pogodbah, ki jih 
imajo z naročniki in poudarjajo, da ne gre za skupne upravljavce, “temveč praviloma za samostojne 
upravljavce” (Mnenje Informacijskega pooblaščenca, 2019b)12.  
Podobno mnenje je IP izdal tudi glede vprašanja, ki se je nanašalo na vpogled v bazo življenjepisov 
uporabnikov (fizičnih oseb) spletnega portala, na katerem je možna tudi objava oglasa. IP navaja, 
da je v takem primeru vsak zase upravljavec osebnih podatkov, vsak zase pa potrebuje tudi pravno 
podlago za posamezen namen obdelave (Mnenje Informacijskega pooblaščenca, 2019a).13 Takšen 
primer bi lahko povezali s kadrovsko svetovalnimi podjetji, ki za iskanje in selekcijo uporabijo 
zunanjo bazo kandidatov. 
V večini primerov pogodbenih razmerij Informacijski pooblaščenec torej zavzema stališče, da so 
kadrovsko svetovalna podjetja samostojni upravljavci podatkov, medtem ko se v stroki pojavlja 
tudi mnenje, da so obdelovalci. Ponovno kaže, da je določila Splošne uredbe težko na splošno in 
enotno presojati, saj se pri interpretacijah različnih določil krešejo tudi mnenja strokovnjakov. 
Mnenja Informacijskega pooblaščenca so sicer neobvezna. Na začetku vsakega mnenja se tudi 
nahaja opozorilo, da se konkretne obdelave presoja le znotraj  inšpekcijskega nadzora.  
Kot rečeno, vprašanje določitve pravilne vloge v pogodbeni obdelavi za kadrovsko svetovalna 
podjetja ni novost, ki bi jo prinesla Splošna uredba, saj je bilo vloge potrebno opredeliti že prej. 
Zato se zdi nenavadno, zakaj se po uveljavitvi Splošne uredbe sploh poraja toliko vprašanj o 
opredelitvi vlog upravljavca in obdelovalca. Zelo verjetno je vzrok v manjših spremembah glede 
obveznosti in odgovornosti enih in drugih, predvsem na področju dodatnih obveznosti obdelovalca, 
za katerega so določila Splošne uredbe neposredno veljavna.  
Za določitev pravilne vloge je zlasti pomembno, da kadrovsko svetovalna podjetja opravijo analizo 
razmerij s posameznimi vrstami osebnih podatkov, s katerimi razpolagajo: “Treba je ugotoviti, od 
 
12 Mnenje Informacijskega pooblaščenca. (2019b). Št. 0712-1/2019/982. Republika Slovenija, Informacijski 
pooblaščenec. 26. april. 
13 Mnenje Informacijskega pooblaščenca. (2019a). Št. 0712-3/2018/2741. Republika Slovenija, Informacijski 
pooblaščenec. 8. januar. 
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kod ti osebni podatki ‘pridejo’ k njemu ter kaj z njimi počne. Iz tega bo jasno, ali je subjekt v 
razmerju do teh podatkov v vlogi upravljavca ali obdelovalca.” (Markovič in drugi, 2019, str. 44).   
Po 25. 5. 2018 je zaznati izdaten dvig javnega interesa za področje pogodbene obdelave, kar je 
razvidno že iz številnih vprašanj, ki jih o pogodbeni obdelavi prejema Informacijski pooblaščenec. 
Kadrovsko svetovalna podjetja so gotovo ponovno preučila pogodbena razmerja do podjetij, s 
katerimi sodelujejo in jih morda korigirala. Pri tem se je bilo potrebno lotiti tako pogodbenega 
razmerja z naročniškimi podjetji, kot tudi razmerja do spletnih portalov, ki jim ponujajo vpogled v 
zunanjo bazo življenjepisov, kar je bil zagotovo obsežen postopek, ki bi jim lahko predstavljal 
izziv.  
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7 METODOLOGIJA 
 
Preučevanje teoretskega ozadja je temeljilo na deduktivni analizi primarnih virov in nekaterih 
sekundarnih strokovnih virov. Literaturo smo zaradi razmeroma strokovno neraziskanega področja 
skušali smiselno povezati z uradnimi stališči informacijskega pooblaščenca in podkrepiti s 
poljudnimi članki iz kadrovskega področja.  
Z namenom pridobitve poglobljenega vpogleda v relativno nove in kompleksne izzive, s katerimi 
so se soočala kadrovsko svetovalna podjetja ob implementaciji Splošne uredbe, izbrana 
raziskovalna metoda sloni na individualnih polstrukturiranih intervjujih z dvema pravnikoma, ki 
sta v času implementacije Splošne uredbe svetovala različnim kadrovsko svetovalnim podjetjem.  
Podatki so predstavljeni v obliki transkripta polstrukturiranih intervjujev. Polstrukturirani intervjuji 
so običajno sestavljeni iz sklopa odprtih in dodatnih vprašanj, ki se pojavijo v dialogu med 
intervjuvancev in raziskovalcem. Gre za najbolj razširjeno vrsto intervjuja na področju 
kvalitativnega raziskovanja, ki raziskovalcu omogoča poglobitev v družbene in osebne vidike 
(DiCicco-Bloom, 2006, str. 315). 
 
7.1 Raziskovalni cilji in izvedba empiričnega dela  
Koncept dela sloni na analizi Splošne uredbe in sorodnega gradiva, iz katerega smo skušali izluščiti 
bistvena področja, ki bi lahko vplivala na delovanje kadrovsko svetovalnih podjetij in tako 
predlagati več specifičnih izzivov, s katerimi so se tovrstna podjetja najverjetneje soočala v času 
uvedbe.  
Temeljni cilj raziskave je bil empirično preveriti, ali smo v teoretskem delu identificirali prave 
ključne izzive kadrovsko svetovalnih podjetij pri implementaciji Splošne uredbe.  
Izhajali smo iz raziskovalnega vprašanja: 
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- Kateri so ključni izzivi, s katerimi so se soočala kadrovsko svetovalna podjetja pri 
implementaciji Splošne uredbe? 
Intervjuvanca sta pravnika iz priznanih svetovalnih družb z večletno tradicijo, ki podjetjem 
svetujejo na področju varovanja osebnih podatkov. Izpostaviti gre, da sta na tem področju svetovala 
že prej, in ne le po prihodu Splošne uredbe o varstvu podatkov, kot je to storilo mnogo drugih 
pravniških družb. V času uvedbe uredbe sta več kadrovsko svetovalnim podjetjem na slovenskem 
trgu neposredno svetovala in jim v večini primerov urejala vse postopke v zvezi z zagotavljanjem 
skladnosti, zato lahko ocenjujemo, da imata izrazito dober vpogled v problematiko.  
 
7.2 Analiza rezultatov  
Pridobljene odgovore iz obeh intervjujev je bilo v analizi potrebno vsebinsko primerjati med seboj 
ter smiselno povezati z identificiranimi izzivi. V naslednjem koraku je bilo potrebno izluščiti še 
morebitne druge izzive, ki v teoretski analizi gradiva niso bili identificirani. Analiza je 
predstavljena po sklopih identificiranih ključnih področij Splošne uredbe, ki bi za kadrovsko 
svetovalna podjetja lahko predstavljala največje izzive. Na koncu so predstavljene še nekatere 
dodatne ugotovitve izven prvotno določenega raziskovalnega okvirja.  
Nasloviti je potrebno še znatno razliko v dolžini pridobljenih odgovorov s strani sogovorcev, čemur 
je botrovala izrazita različnost v slogu odgovarjanja na zastavljena vprašanja ter posledičen tok 
pogovora, kar je razvidno iz priloženih transkriptov. Kljub tej različnosti zaradi pravne narave 
analizirane problematike ter začrtanosti vprašalnika lahko sklepamo, da merski inštrument 
izpolnjuje pogoje konstruktne veljavnosti in za namen odgovora na raziskovalno vprašanje dovolj 
relevantno analizira obravnavano področje. Intervjuvanca bosta v nadaljevanju predstavljena kot 
Intervjuvanec A (Priloga A) in Intervjuvanka B (Priloga B).  
7.2.1 Imenovanje pooblaščene osebe za varstvo podatkov (DPO) 
Kadrovsko svetovalna podjetja so bila ena redkih podjetij, pri katerih vprašanje o tem, ali je 
pooblaščeno osebo za varstvo sploh potrebno določiti, ni predstavljalo ključne dileme. Ključno 
vprašanje je bilo določitev osebe, ki bo opravljala to funkcijo, s čimer sta se sogovornika tudi veliko 
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ukvarjala. Intervjuvanec A pove, da je v tovrstnih podjetjih težko najti osebo, ki bi izpolnjevala 
kriterije, saj gre večinoma za podjetja z manjših številom zaposlenih. Intervjuvanka B izpostavi še, 
da DPO ne more biti na primer oseba, ki v organizaciji obdeluje osebne podatke, “hkrati pa je težko 
nekoga zaposliti samo za to pozicijo, ker področje v večini primerov ni tako obsežno, da bi 
zahtevalo redno zaposlenega delavca, ki bi se ukvarjal samo s tem.”  
7.2.2 Izvajanje ocene učinka v zvezi z varstvom osebnih podatkov 
Intervjuvanec A pove, da v njihovem podjetju s strani kadrovsko svetovalnih podjetij niso dobili 
aktivnih povpraševanj iz področja ocene učinke v zvezi z varstvom osebnih podatkov. V podjetju 
intervjuvanke B so dobivali predvsem vprašanja o tem, ali je v podjetju sploh potrebna ter zahtevke 
za izdelavo ocene učinka, saj postopek ni jasno predpisan vnaprej, sami zaposleni pa nimajo dovolj 
znanja za samostojno izdelavo.  
7.2.3 Izvajanje evidence obdelav osebnih podatkov 
Oba intervjuvanca sta kadrovsko svetovalnim podjetjem pomagala pri izdelavi evidenc dejavnosti 
izdelave, pri čemer je bilo v izkušnji intervjuvanca A ključno, “katere evidence naj se vzpostavijo 
in kako naj se vodijo”. Oba izražata, da je v Splošni uredbi jasno zapisano, kaj morajo evidence 
vsebovati. Intervjuvanec A izpostavlja, da kljub temu evidence zahtevajo obsežen pregled 
delovanja podjetja, intervjuvanka B pa, da so bila mnogim podjetjem v pomoč katalogi zbirk 
osebnih podatkov, saj so bile v njih podobne informacije. 
7.2.4 Pravne podlage za obdelavo  
Oba intervjuvanca sta prejemala veliko vprašanj na tem področju. Intervjuvanka B pove, da so si 
podjetja različno interpretirala lastne vloge v pogodbeni obdelavi. “V večini primerov si podjetja 
to razlagajo na način, za katerega mislijo, da je za njih bolj ugoden, kar pomeni, da bi vsi želeli biti 
upravljavci podatkov vse do takrat, ko je potrebno za te podatke tudi ustrezno poskrbeti in 
odgovarjati.” Poudari še, da je pri tem bistveno obravnavati vsak primer posebej. Oba sta izrazila 
tudi začudenje, da je prišlo do toliko vprašanj iz tega področja, saj je bilo pogodbena razmerja 
potrebno urediti še pred uvedbo Splošne uredbe. Kot nadaljuje intervjuvanka B, se znatne 
spremembe “nanašajo na to, da morajo upravljavci podatkov soglašati s podobdelovalci, če 
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obstajajo, pogodba pa mora vsebovati vse zahtevane določbe iz 28. člena Splošne uredbe. Po novi 
ureditvi za določene pogodbene obdelovalce prav tako velja tudi obveznost izdelave evidenc 
dejavnosti obdelave podatkov, ki jih obdelujejo v imenu upravljavca.” 
7.2.5 Pogodbena obdelava osebnih podatkov: vpisi v bazo, metode lova na talente in psihološka 
testiranja 
Sogovornika potrdita, da so bile privolitve naslovljene iz več področij. Intervjuvanka B je že v 
začetnem delu intervjuja kot temeljno področje, na katerem so kadrovsko svetovalna podjetja 
potrebovala pomoč izpostavila pridobivanje in oblikovanje soglasij ter določanje, ali so sploh 
potrebna.  Intervjuvanec A pove, da je bila večina predhodno pridobljenih privolitev neskladna z 
uredbo, zato je bilo večino potrebno preoblikovati. Povesta, da je bilo privolitvene obrazce 
potrebno urediti tako na področju kandidatov, kot tudi zaposlenih v podjetju. Pogovor z 
intervjuvanko B vodi tudi do vprašanja o sklicevanju na zakoniti interes kot pravni podlagi za 
kontaktiranje kandidatov. Poudari, da je to možnost, ki jo “nekateri zelo izkoriščajo”, nekateri pa 
povsem spregledajo. V primeru sklicevanja na zakoniti interes je potrebno narediti oceno o obstoju 
zakonitega interesa, “s katero se preuči, ali bi lahko interesi in temeljne pravice in svoboščine 
posameznika prevladali nad interesi upravljavca podatkov”.   
Vezano na lov na talente sogovornika ponudita različne odgovore z izjemo izpostavitve, da je 
Splošna uredba lahko vplivala na pridobivanje osebnih privolitev povezanih s tovrstnih 
kontaktiranjem. Intervjuvanec A pove, da vprašanj v zvezi s tem ni prejemal, se je pa na svetovalnih 
urah to področje omenjalo. Poda svoje stališče, da je veliko metod neustreznih z vidika varovanja 
podatkov. Meni, da bodo specialisti za iskanje in selekcijo na tem področju “zmeraj na tankem 
ledu”. Intervjuvanka B je takšna vprašanja prejemala, kadrovsko svetovalna podjetja je zanimalo, 
“kako je s pridobivanjem podatkov iz Linkedin profila oziroma ostalih družbenih omrežij za 
namene kontaktiranja v zvezi s ponudbami za delo” ter katere podatke sploh smejo uporabiti za 
takšen namen.  
Prav tako oba sogovornika potrdita, da je bilo potrebno preveriti ustreznost pridobivanja soglasij 
za psihološka testiranja in zagotoviti, da je “posameznik obveščen o vseh vidikih obdelave” 
(intervjuvanec A).  
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7.2.6 Druga identificirana področja 
Poleg privolitev sta sogovornika izpostavila tudi dva druga področja na področju psiholoških 
testiranj. Intervjuvanec A je omenil, da je bilo “treba določiti ločnico, za katere potrebe delodajalca 
se lahko opravi psihološko testiranje” in tudi ustrezno razmisliti o krogu zaposlenih, ki imajo v 
takšna testiranja vpogled. Intervjuvanka B je omenila, da je “največ težav povzročilo zagotavljanje 
pravic, ki jih ima posameznik v zvezi z obdelavo podatkov, predvsem pravica do dostopa do 
podatkov, saj je večina teh podjetij podatke posamezniku posredovalo le ob plačilu določenega 
zneska”, izpostavila pa tudi, da Splošna uredba ni prinesla bistvenih sprememb na tem področju.  
Oba intervjuvanca sta povedala, da sta v postopku svetovanja izvaja celotne preglede podjetij. 
Omenila sta, da je bilo potrebno urediti tudi privolitve za interno zaposlene v kadrovsko 
svetovalnih podjetjih. Intervjuvanec A izpostavlja še sledljivost podatkov, intervjuvanka B pa 
sprejetje ukrepov, ki zagotavljajo izpolnjevanje različnih pravic posameznikov.  
7.2.7 Druga zanimiva odkritja  
Sogovornika se od Splošne uredbe dalje srečujeta z izrazito povečanim obsegom dela. 
Izpostavljata, da je na željo po uvajanju sprememb bistveno vplivala medijska reprezentacija 
Splošne uredbe. Podjetja, ki sta jim svetovala, so imela mestoma dokumentacijo neustrezno že 
glede na ZVOP-1, Splošna uredba pa jih je vzpodbudila, da uredijo vse postopke. V javnosti se je 
pojavljalo veliko napačnih tolmačenj uredbe. Intervjuvanka B se je dotaknila tudi predloga ZVOP-
2, za katerega meni, da je povzročil težave v našem prostoru, “saj so vsi pričakovali še nekaj več 
časa za ureditev področja,” ki bi ga pridobili s sprejetjem predloga, ker ta predvideva prehodno 
obdobje. Oba sogovornika povesta, da marsikatera področja, s katerimi se kadrovsko svetovalna 
podjetja ukvarjajo šele od Splošne uredbe dalje, ne predstavljajo novosti.   
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8 SKLEP 
 
Na podlagi prejetih odgovorov je možno potrditi, da je določitev primerne osebe za funkcijo 
pooblaščene osebe za varstvo podatkov kadrovsko svetovalnim podjetjem predstavljalo izziv 
predvsem zaradi strogo predpisanih kriterijev, ki jih mora takšna oseba izpolnjevati. Ker gre za 
manjša podjetja, je znotraj podjetij težko najti primerno osebo, hkrati pa ni smiselno, da bi se 
zaposlilo dodatnega delavca izključno v ta namen.  
Za oceno učinkov v zvezi z varstvom podatkov ni mogoče zaključiti, da je za kadrovsko svetovalna 
podjetja predstavljala izziv, saj v podjetju intervjuvanca A na tem področju sploh niso prejeli 
povpraševanj, v podjetju intervjuvanke B pa so jih sicer tudi izdelovali, a na tem področju 
poglavitno prejemali predvsem vprašanja o nujnosti ocene učinkov.  
Evidence dejavnosti obdelave so za kadrovsko svetovalna podjetja predstavljala izziv, saj sta jim 
sogovornika v zvezi s tem svetovala tako na področju izdelave kot tudi ažuriranja. Ob tem so lahko 
bile v pomoč predhodno obvezne zbirke osebnih podatkov. 
Kadrovsko svetovalna podjetja so se izdatno posvečala tudi razmerjem med njimi in podjetji, s 
katerimi sodelujejo, kljub temu, da na tem področju pravno gledano ni prišlo do bistvenih 
sprememb. Različna podjetja so imela različno predstavo o lastni pravni vlogi znotraj pogodbenega 
razmerja. Iz povedanega lahko sklepamo, da jim je morebitno redefiniranje odnosov predstavljalo 
izziv.  
Tudi ponovno ovrednotenje pravne podlage za obdelovanje podatkov lahko označimo kot pravilno 
identificiran izziv. Oba sogovornika sta potrdila, da so bile privolitve za kadrovsko svetovalna 
podjetja pomembno področje in eden ključnih izzivov, s katerimi so se spopadala pri zagotavljanju 
skladnosti s Splošno uredbo. Večino soglasij je bilo potrebno preurediti, kar vključuje področje 
psiholoških testiranj. Pridobiti je bilo potrebno tudi privolitve za določena nova področja znotraj 
metod lova na talente. Intervjuvanka B je izrecno omenila, da je bilo v prvi fazi potrebno tudi 
nasloviti, ali so privolitve sploh potrebne.  
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Dodatno sta sogovornika skupno identificirala še izziv urejanja dokumentacije za interne zaposlene 
v kadrovsko svetovalnih podjetjih. Intervjuvanka B je naslovila še izpolnjevanje različnih pravic 
posameznikov, ki jih je prinesla uredba, predvsem pravice do dostopa podatkov.  
Iz analize rezultatov je razvidno, da smo iz teorije pravilno identificirali večino izzivov, ki so jih 
imela kadrovsko svetovalna podjetja pri implementaciji Splošne uredbe, z izjemo izziva o oceni 
učinka v zvezi z varstvom osebnih podatkov, ki ga ni bilo možno potrditi. Dodatno identificirana 
izziva, ki ju na podlagi teorije nismo uspeli prepoznati, sta vezana na postopke v zvezi z 
zaposlenimi v kadrovsko svetovalnih podjetjih ter na izpolnjevanje novih pravic posameznikov v 
zvezi z njihovimi osebnimi podatki.  
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9 ZAKLJUČEK 
 
Temeljni cilj diplomske naloge je bil identificirati in obravnavati ključne izzive, s katerimi so se 
kadrovsko svetovalna podjetja srečevala v času po uveljavitvi Splošne uredbe o varstvu podatkov 
25. 5. 2018.  
Specifika obravnavane tematike je v tem, da gre za relativno novost, zaradi česar se znotraj 
pravniške stroke pojavljajo različne interpretacije o tem, kako določila smiselno praktično 
implementirati. Hkrati v slovenskem pravu še vedno ni sprejet predlog ZVOP-2, ki bo določene 
vidike v prihodnosti dodatno osvetlil. Na obravnavanem področju razumljivo tudi še ni veliko 
sekundarnih strokovnih virov in raziskav.  
V raziskovalnem procesu se je pogosto pojavila dilema, kako problem glede na naštete omejitve 
čim bolj natančno opredeliti in analizirati. Dejstvo je, da je na podlagi analize dveh 
polstrukturiranih intervjujev težko govoriti o saturaciji rezultatov in tako zatrjevati stoodstotno 
empirično potrditev.  
Kljub temu lahko na podlagi kombinacije analizirane teorije in pridobljenih odgovorov s strani 
relevantnih sogovornikov zaključimo, da je Splošna uredba za kadrovsko svetovalna podjetja 
prinesla izzive na številnih področjih delovanja, predvsem na področju imenovanja pooblaščene 
osebe za varstvo podatkov, vzpostavitve evidenc o obdelavi osebnih podatkov, ponovnemu 
definiranju razmerij med njimi in naročniki ter sodelujočimi podjetji, ovrednotenju pravilne pravne 
podlage za obdelavo podatkov in s tem povezanimi privolitvami, urejanju skladne dokumentacije 
za interne zaposlene ter izpolnjevanju pravic posameznikov v zvezi z obdelavo njihovih osebnih 
podatkov. Splošna uredba je povzročila ponovno ovrednotenje nekaterih vidikov, ki sicer niso 
novost uredbe, a jim zaradi neaktualnosti tematike v preteklosti kadrovsko svetovalna podjetja niso 
pripisovala posebnega pomena. 
Zaenkrat je na področju Splošne uredbe veliko razprav še vedno namenjenih interpretaciji določil, 
česar smo se delno dotaknili tudi v tej nalogi. V prihodnje je pričakovati, da se bo raziskovalni 
fokus iz obravnavanja vsebine določil premaknil predvsem na področje implementacije v praksi.  
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Identificirali smo ključna področja, na katerih so se kadrovsko svetovalna podjetja soočala s 
spremembami in izzivi zaradi uveljavitve Splošne uredbe. Vprašanje, ki se zastavlja ob končani 
raziskavi je, ali so določila Splošne uredbe korektno implementirala v svoje delovanje, kakšne bodo 
spremembe v praktičnih procesih njihovega delovanja in navsezadnje tudi, kakšne bodo morebitne 
posledice v primeru neupoštevanja določil.   
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PRILOGE 
Priloga A: Intervju s pravnikom iz svetovalnega podjetja  
 
1. Kako bi opisali obdobje v času implementacije GDPR? 
 
Lahko bi rekel, da so bila podjetja precej preplašena. Varstvo podatkov je postala aktualna tema 
kot še nikoli prej. Vsepovsod je bilo mogoče zaslediti informacije o Splošni uredbi, mestoma tudi 
dezinformacije. Ljudje so bili zelo informirani, a pogosto napačno. Kar se mi zdi zanimivo je 
dejstvo, da Splošna uredba ni več najaktualnejša tema v medijih veliko podjetij, še danes nima 
urejene skladnosti. To še posebej velja za manjša slovenska podjetja, za katerimi ne stoji kakšna 
večja korporacija.  
 
2. Se je znatno povečalo število podjetij, ki so potrebovala vašo pomoč na področju varovanja osebnih 
podatkov?  
 
Ja, predvsem se je na tem področju pojavilo veliko več zanimanja in povpraševanja. Veliko 
zanimanja je prihajalo s strani manjših podjetij, ki se ukvarjajo s trženjem. Dejansko je bilo res 
veliko klicev.   
 
3. Ste sodelovali s kadrovsko svetovalnimi podjetji in/ali kadrovskimi agencijami?  
 
Sodelovali smo z enimi in drugi. Urejali smo tudi zadeve v kadrovskih službah podjetij iz različnih 
panog.   
 
4. Kako bi opisali svojo vlogo (kot pravni svetovalec) pri zagotavljanju skladnosti?  
 
Za podjetja smo opravljali predvsem svetovalne storitve. V prvi fazi smo opravili preverjanje 
skladnosti obstoječe dokumentacije z določbami Splošne uredbe. V nadaljevanju pa so se pojavljala 
predvsem vprašanja, vezana na konkretne primere. Določenim podjetjem smo nudili tudi 
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izobraževanje zaposlenih. To je velika dodana vrednost. V vlogi svetovalca smo jim lahko uredili 
vsa področja, a če zaposleni nimajo dovolj znanja za vzdrževanje teh procesov in postopkov, bi se 
lahko že v naslednjih nekaj mesecih pojavile kršitve.  
 
5. Bi lahko opisali enega izmed takšnih konkretnih primerov?  
 
Uh, tega je bilo veliko (smeh). Če se navežem na kadrovsko področje na primer to, ali se lahko 
prijava na delovno mesto ohrani tudi po zapolnitvi delovnega mesta, za morebitne kasnejše 
namene. Ali pa kako je z zbiranjem podatkov o zaposlenih. xxx 
 
6. Na katerih področjih so kadrovsko svetovalna podjetja v največji meri potrebovala vašo pomoč?  
 
Pregled, priprava in ureditev dokumentacije, ki jo je bilo potrebno korigirati glede na določbe 
Splošne uredbe.  
 
7. Kako so se kadrovsko svetovalna podjetja soočala z določanjem DPO znotraj podjetij? So imela 
pri tem veliko težav?  
 
Čisto odvisno od podjetja. Nekateri so se zelo resno posvetili temu, da določijo pooblaščeno osebo 
za varstvo podatkov, ki bo kompetentna za predpisana področja in v pomoč vodstvu. Spet drugim 
se je zdelo, da je DPO pač še ena izmed določb, ki jo morajo izpolnjevati. Takšni so osebo določili 
bolj fiktivno, ker »morajo«. Za razliko od številnih drugih podjetij, pri katerih smo se predvsem 
posvečali ugotovitvi, ali sploh potrebujejo pooblaščeno osebo za varstvo podatkov, je bilo to pri 
kadrovsko svetovalnih podjetjih in agencijah zelo jasno. Ključno je bilo vprašanje, kdo bo DPO. 
Kadar govorimo o večjih sistemih, kjer sama kadrovska služba šteje več kot 10 ljudi, je bilo to 
enostavneje. Pri kadrovsko svetovalnih podjetjih pa je težava v tem, da gre večinoma za manjša 
podjetja, ki štejejo okrog 10 zaposlenih. V takšnem primeru je kar izziv najti osebo, ki bi ustrezala 
vsem kriterijem, četudi niso zelo omejujoči.  
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8. So se kadrovsko svetovalna podjetja na vas obračala v zvezi z opravljanjem ocene učinkov?  
Ne, v zvezi s tem nismo dobivali aktivnih povpraševanj.    
 
9. Ste kadrovsko svetovalnim podjetjem svetovali tudi v zvezi z evidencami obdelav? Se je v zvezi s 
tem pojavljalo veliko vprašanj? 
 
Da, ključno je bilo, katere evidence naj se vzpostavijo in kako naj se vodijo. Evidence obdelave se 
zdijo zelo enostavne, saj je v Splošni uredbi jasno določeno, kaj morajo vsebovati. V resnici terjajo 
obsežen pregled vseh področij obdelav in s tem tudi samih področij dela. Zahtevajo aktivno 
sodelovanje ključnih zaposlenih na določenih področjih, kot je npr. IT služba.  
 
10. Ali ste kadrovsko svetovalnim podjetjem po uvedbi Splošne uredbe svetovali na področju 
psiholoških testiranj? Katere so bile ključne spremembe na tem področju, če sploh?  
 
Ja. Dodatno je bilo treba določiti ločnico, za katere potrebe delodajalca se lahko opravi psihološko 
testiranje. Tukaj je morda zanimivo, da se je izkazalo, da so imela kadrovsko svetovalna podjetja 
področje že pred Splošno uredbo pogosto dobro urejeno, večkrat so se pojavile nepravilnosti v 
ostalih podjetjih. Pogosto so imela za prijavo na delovno mesto obvezen psihološki test, ki je bil 
preveč splošen in ne vezan na naravo delo. Pri obojih se je izpostavljalo tudi vprašanje privolitve 
posameznika. Izrecno je bilo treba zagotoviti organizacijo dela na način, da je bil posameznik 
obveščen o vseh vidikih obdelave. Več pozornosti se je namenilo tudi določitvi kroga oseb, ki so 
jim bili rezultati psiholoških testiranj (glede na naravo podatkov) dostopni.  
 
11. So se kadrovsko-svetovalna podjetja po uvedbi Splošne uredbe na vas obračala z vprašanji 
povezanimi z urejanjem odnosov med njimi in njihovimi naročniki (strankami)? 
 
Da, ta vprašanja so bila med najpogostejšimi.  
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12.  Kaj pa z urejanjem odnosov med njimi in podjetji oz. spletnimi portali, ki jim ponujajo vpogled v 
baze življenjepisov? So bile na tem področju potrebne bistvene spremembe?  
 
Da, predvsem z vidika dostopnosti do podatkov ter varovanjem teh podatkov, kar se tiče samih 
vlog pa ne. Odnosi, sodelovanje med podjetji se namreč zaradi Splošne uredbe niso spremenili, 
zato je pravzaprav nenavadno, da so se pojavljala tolikšna vprašanja na tem področju. 
 
13. Ali so se kadrovsko svetovalna podjetja po uvedbi Splošne uredbe na vas obračala z vprašanji, 
povezanimi z metodami “headhuntinga”, kot je denimo kontaktiranje oseb na službeni e-mail, 
klicanje v službo, kontaktiranje preko družbenih omrežij…?  
 
Na svetovalnih urah se je te vidike dela sicer omenjalo, vendar konkretno teh področij nismo 
obravnavali. Mislim, da gre tukaj za naravo njihovega dela, poseganje v ta področja pa bi jih lahko 
finančno obremenilo. Iz vidika varovanja osebnih podatkov veliko metod ni primernih, a menim, 
da bodo “headhunterji”, zmeraj na tankem ledu. Praksa bo pokazala, kako pogosto in resno se bodo 
prijavljale ali obravnavale tovrstne kršitve.  
 
14. So bile slednje metode sporne že pred uveljavitvijo Splošne uredbe? So morala podjetja zaradi 
Splošne uredbe bistveno spremeniti metode “headhuntinga”? 
 
Pravno gledano Uredba delno lahko vpliva na navedene metode, predvsem z vidika okoliščine, da 
je za tovrsten kontakt potrebno predhodno soglasje osebe, kateri je namenjeno elektronsko 
sporočilo. 
 
15. So morala kadrovsko svetovalna podjetja po uveljavitvi Splošne uredbe bistveno preoblikovati 
splošne pogoje za uporabnike njihovih baz kandidatov? So še katera druga področja, na katerih je 
bilo potrebno preurediti privolitve?  
 
Privolitve so eno izmed področij, na katerih je prišlo do večjih sprememb, zato smo se tukaj kar 
zadržali. Predhodno je bilo večina privolitev nejasnih, brez nujno aktivnega dejanja “opt-in”, brez 
57 
 
seznanitve o razlogih za zbiranje podatkov, pravicah iz tega naslova. Iz tega razloga je bilo potrebno 
preoblikovati vse oz. vsaj večino privolitvenih obrazcev, vključno z obrazci, ki so se v določenih 
primerih nanašali na stranke podjetij, zaposlene v podjetjih, na kandidate. 
 
16. So poleg vseh omenjenih področjih še kakšna druga področja, na katerih so morala kadrovsko 
svetovalna podjetja zaradi uvedbe Splošne uredbe uvesti bistvene spremembe?  
 
Izvedli so se celoviti pregledi podjetij. Veliko pozornosti se je namenilo tudi sledljivosti podatkov 
in sledljivosti sprememb, ki jih posameznik vnese v te podatke. Posebna pozornost se je zato 
namenila tudi strogemu ločevanju/individualizaciji gesel za dostop do podatkov med zaposlenimi. 
Če je oseba na primer vodja pisarne, ni nobene potrebe po tem, da dostopa do baz kandidatov. 
Pojavljala so se tudi vprašanja v zvezi s pravicami posameznikov do vpogleda. 
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Priloga B: Intervju s pravnico iz svetovalnega podjetja   
 
1. Kako bi opisali obdobje v času implementacije GDPR? 
  
Pri večini podjetij je bilo zaznati vedno več zanimanja za ureditev tega področja v začetku leta 
2018, k čemur sta v večini primerov botrovala strah pred visokimi kazni in opozarjanje na pričetek 
uporabe Uredbe  v medijih. Veliko je bilo podjetij, ki so morala to področje urediti od začetka, saj 
le-tega niso imeli urejenega že skladno z Direktivo.  Nekatera večja podjetja, katerih temeljna 
dejavnost je obdelava osebnih podatkov pa so imela to področje  podrobno urejeno že skladno z 
Direktivo in ZVOP-1, zato večje aktivnosti na področju zagotavljanja skladnosti z Uredbo pri njih 
niti niso bile potrebne.  
Kljub vsemu pa je bilo tudi kar nekaj podjetij, ki so želela z ureditvijo tega področja počakati vse 
do sprejetja novega zakona o varstvu osebnih podatkov. Ta naj bi bil namreč sprejet do 25.5.2018, 
predlog pa je sprva predvidel tudi prehodno obdobje za ureditev tega področja. Tako bi upravljavci 
podatkov imeli npr. še 1 leto za pridobitev novih soglasij. Ker zakon do omenjenega datuma ni bil 
sprejet, je to v našem prostoru prineslo kar nekaj težav, saj so vsi pričakovali še nekaj več časa za 
ureditev področja.  
Največ neodobravanja določb Uredbe je bilo zaznati v podjetjih na področju marketinga, saj so vsi 
mislili, da Uredba za njih pomeni konec. V času pred 25.5.2018 je bilo kar naenkrat zaznati 
množično pošiljanje elektronskih sporočil s strani podjetij, ki so želela pridobiti ponovno soglasje 
strank za neposredno trženje. Večino takšnih soglasij v resnici podjetja niti niso potrebovala 
ponovno pridobiti, saj so bila soglasja, ki so jih imeli pred Uredbo, že skladna že z Uredbo. Temu 
verjetno botruje tudi dejstvo, da je bilo v obdobju pred 25.5.2018 zaznati porast številnih tako 
imenovanih samooklicanih strokovnjakov na področju varovanja osebnih podatkov. Tako so bile 
nekaterih strankam, ki so se sprva posluževale takšne pomoči, podane napačne informacije, prav 
tako pa so bile napačne informacije podane na številnih predavanjih, ki so jih takšni ponudniki 
nudili.  
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2. Se je znatno povečalo število podjetij, ki so potrebovala vašo pomoč na področju varovanja osebnih 
podatkov?  
 
Ja. Če bi poskusila številno ovrednotiti, se je v primerjavi s številom podjetij, ki smo jim na tem 
področju svetovali že po ZVOP-1, po Splošni uredbi obseg dela povečal vsaj za 300%. Določena 
podjetja, kot so zavarovalnice in banke, so se s tem ukvarjala že bistveno prej. Podjetja iz področij 
kot je proizvodnja ali trgovinska dejavnost pa se z varovanjem podatkov predhodno niso toliko 
ukvarjala. Sedaj so se področja lotila vsa večja in manjša podjetja. Upoštevati pa je potrebno tudi 
to, da je bilo veliko povpraševanja zaradi pritiskov s strani medijev in strahu pred visokimi kaznimi. 
  
3. Ste sodelovali s kadrovsko svetovalnimi podjetji in/ali kadrovskimi agencijami?  
 
Svetovali smo obojim. Nekih bistvenih razlik pri svetovanju enim ali drugim ni, saj morajo vsi 
upoštevati enaka načela varovanja osebnih podatkov, poskrbeti za ustrezno varovanje podatkov, 
sklenitev pogodb o obdelavi ipd. Četudi kadrovsko svetovalna podjetja ne opravljajo storitve 
najema delavcev, obdelujejo podatke lastnih zaposlenih, za obdelavo katerih veljajo enaka pravila 
kot za delavce, ki jih agencija napoti k uporabniku. Seveda obstajajo področja, ki so za ene ali 
druge specifična, vendar bistvenih razlik ni bilo. 
  
4. Kako bi opisali svojo vlogo (kot pravni svetovalec) pri zagotavljanju skladnosti?  
 
V podjetjih smo imeli eno ključnih vlog za ureditev tega področja, saj zaposleni v podjetjih nimajo 
toliko znanja, da bi lahko to področje uredili sami. Zaposleni so v večini razpolagali z 
informacijami, ki so jih pridobili na predavanjih, le-te pa so se v veliki primerov od predavanja do 
predavanja tudi razlikovale in tudi niso bile nujno pravilne, saj kot sem že omenile, je čez noč 
zrastlo kar nekaj novih tako imenovanih strokovnjakov na področju varovanja osebnih podatkov. 
Kot svetovalci smo se načeloma v večini primerov urejanja tega področja lotili od začetka, saj 
podjetja niso imela kaj dosti urejenega niti skladno z ZVOP-1 in Direktivo. Naš največji doprinos 
v okviru teh projektov je verjetno bil poučitev zaposlenih o varovanju podatkov v praksi ter pomoč 
pri izdelavi potrebne dokumentacije.  
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5. Na katerih področjih so kadrovsko svetovalna podjetja v največji meri potrebovala vašo pomoč?  
 
Predvsem pri pridobivanju in oblikovanju soglasij (privolitev) ter ugotavljanju, ali so sploh 
potrebna. Največ težav je tem podjetjem povzročalo tudi ureditev razmerij med njimi in naročniki 
ter priprava pogodb, saj so si podjetja ta razmerja razlagala vsaka na svoj način. Poleg svetovanja 
smo jim pomagali tudi pri izdelavi evidenc dejavnosti obdelave, ocene učinkov na obdelavo 
podatkov, pravilnikov in pogodb.  
 
6. Kako so se kadrovsko svetovalna podjetja soočala z določanjem DPO? So imela pri tem veliko 
težav? 
 
Prva težava, na katero so podjetja naletela je bilo vprašanje, ali je imenovanje DPO v njihovem 
podjetju sploh potrebno, saj je odločitev o tem prepuščena oceni upravljavcem, ali izpolnjujejo 
kriterije, ki jih za to določa Uredba. Za kadrovsko svetovalna podjetja je imenovanje DPO seveda 
obvezno. Največ težav podjetjem na splošno povzroča ugotavljanje ali gre v podjetju za obsežno,  
redno in sistematično obdelavo podatkov, kar je v večini primerov bistvenega pomena pri 
ocenjevanju, ali je imenovanje DPO obvezno (če obdelave ne opravlja javni organ ali telo). Uredba 
tega ne določa, se pa pričakuje, da bo to opredelitev podrobneje podala šele sodna praksa.  
Druga težava pa je bila ta, kako v podjetju dobiti osebo, ki bi ustrezala vsem zahtevam uredbe, saj 
pooblaščena oseba ne sme opravljati nalog in dolžnosti, zaradi katerih bi lahko prišlo do nasprotja 
interesov, imenovana pa mora biti na podlagi poklicnih odlik in strokovnega znanja o zakonodaji 
in praksi iz področja varstva osebnih podatkov. DPO tako ne more biti nekdo, ki se v samem 
podjetju ukvarja z obdelavo osebnih podatkov in določa same namene obdelave. Težko je bilo torej 
v podjetju najti nekoga, ki ustreza kriterijem, hkrati pa je težko nekoga zaposliti samo za to pozicijo, 
ker področje v večini primerov ni tako obsežno, da bi zahtevalo redno zaposlenega delavca, ki bi 
se ukvarjal samo s tem. Večinoma so našli rešitev v zaposlitvi zunanjega svetovalca.  
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7. So se kadrovsko svetovalna podjetja na vas obračala v zvezi z opravljanjem ocene učinkov?  Kako 
so se soočala s tem?  
 
V zvezi z izdelavo ocene učinkov se podjetja na nas obračajo predvsem z vprašanjem, ali je ta v 
njihovem podjetju sploh potrebna. Uredba taksativno ne našteva primerov, v katerih je le ta 
obvezna, temveč je presoja zopet prepuščena upravljavcem samim. Podjetja se na nas obračajo tudi 
z zahtevo za izdelavo ocene učinka, saj proces izdelave ni vnaprej predpisan, zaposleni v podjetju 
pa imajo premalo znanja, da bi ocene učinkov izdelali sami.  
 
8. Ste kadrovsko svetovalnim podjetjem svetovali tudi v zvezi z evidencami obdelav? Se je v zvezi s 
tem pojavljalo veliko vprašanj? 
 
Ja, pomagali smo jim tudi pri izdelavi samih evidenc. Pri izdelavi evidenc ni bilo toliko vprašanj 
kot pri oceni učinka, saj je jasno določeno, katere informacije morajo evidence vsebovati, nekatera 
podjetja pa so že prej imela izdelane tudi kataloge zbirk osebnih podatkov, ki so vsebovali podobne 
podatke kot same evidence.   
 
9. Ali ste kadrovsko svetovalnim podjetjem po uvedbi Splošne uredbe svetovali na področju 
psiholoških testiranj? Katere so bile ključne spremembe na tem področju, če sploh?  
 
Podjetjem smo svetovali tudi glede tega, ni pa Uredba prinesla nekih bistvenih novostih v zvezi 
obdelavo osebnih podatkov na tem področju, saj je bilo potrebno načela varovanja osebnih 
podatkov upoštevati že skladno z Direktivo, kot tudi poskrbeti za njihovo ustrezno varovanje.  
Predvsem je bilo preveriti/ugotoviti, ali za izvajanje psiholoških testiranj obstaja ustrezna pravna 
podlaga, ali so soglasja za obdelavo podatkov ustrezna, kar pomeni, da je privolitev dokazljiva, 
informirana, prostovoljna, specifična in nedvoumna ter urediti razmerje med izvajalci testiranj in 
naročniki.  Zdi se, da je največ težav povzročilo zagotavljanje pravic, ki jih ima posameznik v zvezi 
z obdelavo podatkov, predvsem pravica do dostopa do podatkov, saj je večina teh podjetij podatke 
posamezniku posredovalo le ob plačilu določenega zneska.  
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10. So se kadrovsko-svetovalna podjetja po uvedbi Splošne uredbe na vas obračala z vprašanji 
povezanimi z urejanjem odnosov med njimi in njihovimi naročniki (strankami)?  
 
Ja, seveda. To je bila ena izmed ključnih dilem, saj so na splošno podjetja imela različne 
interpretacije, kdo v razmerju je obdelovalec, kdo upravljavec in kdaj gre za morebitno skupno 
upravljanje. V večini primerov si podjetja to razlagajo na način, za katerega mislijo, da je za njih 
bolj ugoden, kar pomeni, da bi vsi želeli biti upravljavci podatkov vse do takrat, ko je potrebno za 
te podatke tudi ustrezno poskrbeti in odgovarjati. Pri ugotavljanju kdo ima kakšno vlogo pri 
obdelavi podatkov je potrebno presojati vsak primer posebej. Ponovno pa bi opozorila mogoče tudi 
na to, da je bila ureditev teh razmerij s pogodbo potrebna že v času pred uvedbo Uredbe, ni pa 
nihče temu prej posvečal toliko pozornosti kot sedaj.  
 
11. Kaj pa z urejanjem odnosov med njimi in podjetji oz. spletnimi portali, ki jim ponujajo vpogled v 
baze življenjepisov? So bile na tem področju potrebne bistvene spremembe?  
 
Bistvenih sprememb na tem področju ni bilo, saj je bilo za primer pogodbene obdelave prav tako 
potrebno skleniti pogodbo o obdelavi podatkov že po prejšnji ureditvi. Bistvene spremembe se 
nanašajo na to, da morajo upravljavci podatkov soglašati s podobdelovalci, če obstajajo, pogodba 
pa mora vsebovati vse zahtevane določbe iz 28. člena GDPR. Po novi ureditvi za določene 
pogodbene obdelovalce prav tako velja tudi obveznost izdelave evidenc dejavnosti obdelave 
podatkov, ki jih obdelujejo v imenu upravljavca. 
Po uredbi je zagotovo bilo več povpraševanja tudi za ureditev tega področja, saj večina podjetij 
tega pred tem ni imelo urejenega.  
 
12. Ali so se kadrovsko svetovalna podjetja po uvedbi Splošne uredbe na vas obračala z vprašanji, 
povezanimi z metodami “headhuntinga”, kot je denimo kontaktiranje oseb na služben e-mail, 
klicanje v službo, kontaktiranje preko družbenih omrežij…?  
 
Ja. Večina ljudi ni seznanjenih, da je služben e-mail tudi osebni podatek in kako je s pridobivanjem 
podatkov iz Linkedin profila oziroma ostalih družbenih omrežij za namene kontaktiranja v zvezi s 
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ponudbami za delo. Na splošno so se podjetja spraševala kako lahko do posameznikov pristopijo 
oz. katere podatke lahko za ta namen sploh uporabijo.  
 
13. So bile slednje metode sporne že pred uveljavitvijo Splošne uredbe?  
 
Odvisno od primera do primera. Če kot svetovalno podjetje kontaktiraš osebo na služben e-mail, 
ker ti ga je oseba za ta namen dala, potem ne. Če pa najdeš e-mail na spletni strani podjetja in osebo 
kontaktiraš v zvezi s ponudbo za delo, pa to ni prav, ker je na tisti spletni strani e-mail objavljen z 
namenom kontaktiranja v zvezi s poslom, ki ga podjetje, v katerem posameznik dela, opravlja in 
ne z namenom kontaktiranja svetovalnih podjetij v zvezi z novimi kariernimi priložnostmi.  
 
14. So morala podjetja zaradi Splošne uredbe bistveno spremeniti metode “headhuntinga”? 
 
Niti ne. Same metode se niso spremenile. Še vedno jih kontaktirajo preko klicev in elektronske 
pošte. Edina razlika je morda v načinu pridobivanja osebnih privolitev posameznikov za obdelavo 
osebnih podatkov.  
 
15. So morala kadrovsko svetovalna podjetja po uveljavitvi Splošne uredbe bistveno preoblikovati 
splošne pogoje za uporabnike njihovih baz kandidatov?  
 
Splošni pogoji so se zagotovo morali spremeniti v delu, ki se nanaša na varovanje osebnih 
podatkov. Posameznika je pred posredovanjem podatkov namreč potrebno obvestiti o vseh 
informacijah, ki se nanašajo na obdelavo podatkov (informacije iz 13. člena GDPR) in jih v večini 
primerov pred tem splošni pogoji niso vsebovali.   
 
16. Bi se lahko kadrovsko svetovalna podjetja pri kontaktiranju kandidatov sklicevala na zakoniti 
interes? 
 
Kot eno izmed pravnih podlago za obdelavo podatkov, GDPR določa tudi zakonit interes podjetja. 
Vendar pa, v kolikor se želi podjetje sklicevati na zakoniti interes, bi bilo najprej potrebno narediti 
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oceno zakonitega interesa, s katero se preuči, ali bi lahko interesi in temeljne pravice in svoboščine 
posameznika prevladali nad interesi upravljavca podatkov. Tudi za neposredno trženje je v 
preambuli Splošne uredbe določeno, da je to lahko zakoniti interes. Tukaj se je pomembno 
zavedati, da je potrebno zakoniti interes dokazati. V praksi ga nekateri zelo izkoriščajo in se nanj 
velikokrat sklicujejo, drugi pa povsem zanemarijo, da kot možnost sploh obstaja. Preden lahko 
torej trdimo, da se obdelava izvaja na podlagi zakonitega interesa  je narediti oceno, da se presodi, 
ali zakoniti interes zares obstaja. 
 
17. So še katera druga področja, na katerih je bilo potrebno preurediti privolitve?  
 
Ja, recimo pri samih zaposlenih v takem podjetju, na kar se pogosto pozablja. Podatki o zaposlenih 
se velikokrat obdelujejo tudi za druge namene, ne le tiste, ki izhajajo iz delovnih razmerij. Za takšne 
primere obdelave pa je v večini primerov potrebno pridobiti soglasje (če za obdelavo ne obstoji 
druga pravna podlaga, npr. zakonit interes..). Privolitve je bilo tako potrebno urediti tako za 
kandidate kot zaposlene.   
 
18. So poleg vseh omenjenih področjih še kakšna druga področja, na katerih so morala kadrovsko 
svetovalna podjetja zaradi uvedbe Splošne uredbe uvesti bistvene spremembe? 
 
Poleg že omenjenih sprememb, ki se nanašajo na izdelavo ocen učinkov na varstvo podatkov, 
imenovanje pooblaščene osebe, pridobivanje ustreznih soglasij za obdelavo, izdelave evidenc 
dejavnosti (prej so podjetja morala imeti izdelane kataloge zbirk osebnih podatkov) bi kot novost 
mogoče izpostavila še obveznost obveščanja nadzornega organa o kršitvi varstva osebnih podatkov 
in tudi posameznika, če bi kršitev lahko povzročila veliko tveganje za pravice in svoboščine 
posameznikov.  
Poleg tega so organizacije morale sprejeti tudi ustrezne ukrepe, s katerimi bodo posameznikom 
ustrezno zagotavljale informacije, ki se nanašajo na obdelavo podatkov (13. člen Splošne uredbe) 
in tudi ukrepe s katerimi bodo zagotovile izpolnjevanje pravic, ki jih posamezniki imajo po GDPR. 
Upravljavci podatkov morajo namreč, brez nepotrebnega odlašanja, vendar najkasneje v roku 30 
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dneh od prejete zahteve posameznikom posredovati informacije o ukrepih, ki so jih skladno z 
zahtevo izvedli.  
Predvsem je pomembno, da upravljavci zagotavljajo ustrezne tehnične in organizacijske ukrepe za 
varovanje osebnih podatkov ter da pri obdelavi in že pred uvedbo vsakega novega informacijskega 
sistema, storitve na trgu ali internega procesa, ki kakorkoli vključuje obdelavo osebnih podatkov 
upoštevajo izpolnjevanje načel varovanja podatkov ter pri tem izvedejo analizo vgrajene zaščite 
osebnh podatkov (25. člen GDPR).  
Na splošno Splošna uredba ni prinesla nekih bistvenih sprememb, saj je ogromno zahtev, ki so 
zapisane v Uredbi, določal že ZVOP-1 in Direktiva, le da se podjetja s tem niso ukvarjala v takšni 
meri kot se sedaj.  
