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ABSTRAKT
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ABSTRACT
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ÚVOD
Tato bakalářská práce se zabývá novým způsobem směrování a předávání dat s
využitím sociálního chování koncových uzlů. Takový způsob směrování má využití
především v mobilních sítích, kde se jednotlivé koncové uzly pohybují a může se
tedy stát, že jsou mimo dosah signálu. V takových případech za použití dnešních
standardních síťových protokolů a služeb může tedy docházet k výpadkům spojení
při komunikaci.
Typ směrování, který uvažuje i dočasnou nedostupnost jednotlivých uzlů se ozna-
čuje jako Delay Tolerant Networking (DTN). Protokoly, které spadají do tohoto typu
směrování, však předem znají časy a doby trvání jednotlivých výpadků spojení. Sítě,
ve kterých nelze předem určit přesný čas ani dobu trvání výpadku, se označují jako
oportunistické sítě.
Takovou síť si lze představit jako síť mobilních zařízení (mobilních telefonů,
tabletů), kde všechy zařízení komunikují s jedním centrálním bodem. Myšlenkou
protokolů spadajících do oportunistických sítí je předávání dat mezi jednotlivými
koncovými uzly bez využití tohoto centrálního bodu. Výhodou takového způsobu
přenosu dat je pak zmenšení datového provozu, který prochází přes centrální uzel.
Metody, které odlehčují provoz na centrálních bodech mobilních sítí, přesměrováním
provozu alternativní cestou, se označují jako data offloading.
V teoretické části jsou nejprve popsány jednotlivé mechanismy data offloadingu.
Následně je práce zaměřena na popis DTN sítí, zvláště pak na oportunistické sítě.
V této části jsou popsány základní principy směrovacích protokolů v těchto sítích.
V poslední části jsou pak popsány vybrané směrovací protkoly oportunistických sítí,
které zohledňují sociální kontext uživatele.
V praktické části se pak nachází samotná realizace směrovacího protokolu ve
vybraném simulátoru. Vybraný směrovací protokol je podroben analýze, díky které
je pak sestaven teoretický model simulace, a jsou stanoveny výsledky, kterých bych
se mělo dosáhnout. Na základě tohoto modelu je pak realizován skuteční simulační
model.
V poslední části jsou prezentovány dosažené výsledky simulace a jejich grafická
reprezentace. V závěru je zhodnoceno zda došlo k naplnění zadání této bakalářeské




V dnešní době narůstá počet mobilních zařízení, které čím dál tím více zatěžují
sítě mobilních operátorů. V budoucnosti se tedy může stát, že síťové infrastruktury
nebudou schopny zvládat všechy požadavky a bude docházet k velkým zpožděním či
dokonce výpadkům sítě. Jedním z řešení, jak lze těmto možným problémům předejít,
je data offloading.
Data offloading je výraz pro přesměrování toku dat z mobilní sítě do sítě Internet.
1.1.1 Femtocell
První je technologie femtocell. V podstatě jde o malou, nízkoenergetickou stanici,
která simuluje vysílač mobilního signálu pro domácnosti a malé firmy. K síti operá-
tora se připojuje přes Internet. K tomuto zařízení lze většinou připojit až 4 mobilní
telefony zárověn, jejich čísla je však nutné předtím na stanici nakonfigurovat.[1]
Hlavní výhodou ze strany operátora je to, že veškerá mobilní komunikace probíha-
jící přes femtocell nezatěžuje jeho vysílací stanice, jelikož výměna dat probíhá přes
Internet. Výhodou z pohledu uživatele je plná síla signálu v oblasti kolem vysílače
(řádově desítky metrů), tím pádem i kvalitnější služby. Navíc tato technologie také
šetří baterii telefonu, jelikož je zkrácena vzdálenost mezi vysílačem a přijímačem.
Femtocell již dnes nabízí každý větší operátor ve své nabídce.
1.1.2 Sítě dle standardu IEEE 802.11
Další technologií jsou Wi–Fi sítě. V porovnáním s femtocellem pracují na úplně
jiných frekvencích a proto nezpůsobují žádné interference s mobilním signálem. V
dnešní době existuje již mnoho aplikací, které umožňují přesměrovávat komunikaci
přes Wi–Fi. Za zmínku stojí síť iPass, která nabízí více než 100 000 Wi–Fi hotspotů
po celém světě. Dále pak existuje několik dalších aplikací, které umožňují hlasové
nebo videohovory přes Wi–Fi.[2]
1.2 Zpoždění tolerující a oportunistické sítě
Tato práce se zabývá protokoly, které pracují v oportunistických sítích. Tyto sítě
spadají do konceptu DTN sítí a je tedy nutné nejprve popsat charakteristiku těchto
sítí.
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1.2.1 Sítě s tolerancí zpoždění
Sítě s tolerancí zpoždění jsou takové sítě, ve kterých dochází k plánovaným pře-
rušením či zpožděním. Většina dnešních směrovacích protokolů pracuje tak, že je
před samotným přenosem sestaven virtuální okruh, neboli cesta, po které se budou
data přenášet. Avšak v případě, když dojde k přerušení trasy nebo její nedostup-
nosti, přenos v takových sítích selhává. V tomto případě se musí přejít k tzv. store–
and–forward postupu, ve kterém jsou data postupně přenášena a ukládána mezi
jednotlivými uzly, dokud nedojde k doručení zprávy. Běžnou technikou použitou
k maximalizaci možnosti doručení je rozmnožení dat do několika kopií[3].
1.2.2 Oportunistické sítě
Jestliže jsou sítě s tolerancí zpoždění jakousi nadstavbou klasických sítí, tak oportu-
nistické sítě jsou zase jejich nadstavbou. Hlavní rozdíl je mezi přenosem dat. V DTN
(Delay Tolerant Networking) jsou uzly, kde dochází k přerušení známy a často jsou
známy i časy, po které k přerušení dochází. Přenos dat tedy může vypadat jako v kla-
sickém směrování s tím rozdílem, že časy přerušení jsou započítány jako dodatečné
ceny linek.
Oportunicstické sítě ovšem pracují na jiném principu. Vysílač předem nezná trasu
spojení a proto jsou cesty vypočítávány dynamicky, zatímco jsou data přenášena
k cíli. Každý uzel posuzuje, zda jsou další dostupné uzly vhodné jako další skoky.
Klasické aplikace tedy nejsou vhodné pro tento případ, jelikož chybí přímá trasa
spojení. V takovýchto sítích se používá metoda store–carry–forward. Každý uživatel
se může tvářit jako cíl, tudíž může uchovat, přenést a předat zprávu dál.
Následující příklad může vypadat takto – Muž posílá zprávu svému příteli.
Zpráva se předá uživateli, který zrovna prochází kolem, jelikož je zde určitá prav-
děpodobnost, že právě on ji přenese blíže k cíli. Tento uživatel prochází kolem vla-
kového nádraží a předá zprávu dalšímu uživateli, který se chystá vlakem do města,
ve kterém cíl bydlí. Na nádraží v cílovém městě se zpráva předá dál, uživateli, který
jede v autě do blízkosti místa, kde se cíl nachází. Konečně se uživatel v autě a cíl
potkávají a dojde k finálnímu předání zprávy.[3]
Při cestě může samožrejmě docházet ke střídání technologií, které jsou k předání
zprávy použity. Například první uživatel, který zprávu odeslal mohl využít Wi–Fi,
kdežto muž procházející kolem nadráží mohl předat zprávu dál pomocí Bluetooth.
Jako přenašeči dat také nemusí být jenom lidé a jejich mobilní zařízení, ale přenašeče
dat mohou být také nainstalovány například na autobusech, kolech nebo motocy-
klech. Takovéto řešení by se dalo využít v oblastech, kde není běžné internetové
připojení, například ve venkovských oblastech zemí třetího světa.
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1.3 Směrování dat v oportunistických sítích
Směrování v těchto sítích je jednou z nejproblémovějších věcí. Vytvořit efektivní
směrovací strategie je celkem problém, kvůli absenci znalosti topologie sítě. V sítích
se tedy využívá různých směrovacích postupů, využívajících několika různých infor-
mací o uživatelích, jako například adresa domova a zaměstnání, emailová adresa,
pohyblivost a příslušnost do jednotlivých komunit. Tyto informace o jednotlivých
uživatelích napomáhají při identifikaci vhodných uzlů pro směrování. Protokoly se
dělí do tříkategorií, každá z nich využívá různé informace o uzlu.[4]
1.3.1 Směrování nevyužívající kontextu
Do této skupiny patří směrovací algoritmy na základě zaplavování. Zaplavování spo-
čívá v tom, že zdrojový uzel vyšle paket s požadavkem na všechny ostatní zařízení
v dosahu. Ty také rozešlou paket na všechny zařízení, vyjma toho, ze kterého poža-
davek přišel. Každý požadavek tak může přijít k cíli po různé trase a v rozdílném
čase. Výhoda tohoto způsobu směrování je v jednoduchosti vyhledávání cesty a také
menším zpoždením, jelikož nevyžaduje žádné globální informace o topologii nebo
o ostatních uživatelích. Nevýhodou tohoto protokolu je velký počet kontrolních pa-
ketů na příslušném kanále, které mohou způsobit zahlcení. Navíc také zaplavuje
všechny uzly v síti a je tedy náročný co se týče energie a paměti. Jednou z cest, jak
tento problém vyřešit je využít počítadlo přeskoků v hlavičce paketu, které bude
dekrementováno po každém přeskoku a když hodnota dosáhne nuly, paket bude
zahozen. Příkladem protokolu z této kategorie je například Epidemic routing. Ten
ovšem místo nastavování počítadla přeskoků nastavuje Time–To–Live pro každý
paket.[4]
1.3.2 Směrování na základě mobility
Směrovací protokoly, které jsou součástí této kategorie, využívají více kontextových
informací k rozhodování o směrování, jako například mobilita jednotlivých uzlů.
Právě mobilita jednotlivých uzlů má vliv na efektivitu směrování v oportunistických
sítích. Příkladem protokolu z této kategorie je PRoPHET (Probabilistic Routing
Protocol using History of Encounters and Transitivity). Způsob, jakým tento pro-
tokol předává data, je takový, že se vypočítává pravděpodnost toho, zda daný uzel
navštíví požadovanou destinaci. Uzel předává data sousedním uzlům dál jedině v tom
případě, že je u nich pravěpodobnost vyšší.[4]
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1.3.3 Směrování na základě sociálního kontextu
Hlavní rozdíl mezi protokoly využívající sociálního kontextu a protokoly využívající
mobility je ten, že kontextové informace v druhém zmiňovaném jsou pouze infor-
mace o mobilitě uzlů a o samotných zařízeních. Protokoly které uvažují i sociální
kontext nevyužívají pouze tyto informace, ale berou v potaz sociální status uzlů,
jako důležitý prvek pro směrování. Sociální vztahy nosičů hrají důležitou roli v tom,
jak se setkávají s ostatními uzly. Tyto protokoly také mohou využívát různé druhy
informací, proto mohou být lehce modifikovány v závislost na prostředí, aby mu co
nejvíce vyhovovaly. Příkladem protokolu z této kategorie je HiBOp (History Based
Routing Protocol for Opportunistic Network). Kontextová informace se skladá z in-
fromací, které popisují profil uzlu a jeho historie v sociálních vztazích. U kažého uzlu
se k vytvoření tohoto kontextu používají osobní informace jako jméno, bydliště, ad-
resa zaměstnání a jeho profese. Uzly mezi sebou tyto informace sdílí a vybírají si
další uzly, které jsou pro ně z hlediska předávání dat zajímavé.[4]
1.4 Protokoly využívající sociální kontext
V následující kapitole budou popsány dva vybrané protokoly, které pracují se soci-
álním statusem koncových uzlů.
1.4.1 HiBOp
Kontextové informace a tabulky
HiBOp je jedním ze základních protokolů. Ke směrování využívá dvě hlavní sady
informací, první je tzv současný kontext uživatele, zatímco druhý je odkaz na změnu
uživatelova kontextu v čase.
Současný kontext obsahuje informace o uživateli a o současných sousedních uzlech.
Informace jsou uloženy v tabulce totožnosti, jejíž příklad je uveden v tabulce 1.
Současný kontext je otisk prostředí, ve kterém se uživatel právě nachází. Ná základě
tohoto otisku je hodnocena schopnost uzlu přenášet data do potřebných míst. Jelikož
ovšem současný kontext nezahrnuje uživatelovo chování a jeho minulost, je potřeba
druhá tabulka, kde jsou uloženy informace o tom, jaké další uzly v minulosti uživatel
potkal. K tomuto slouží tabulka historie.
Do ní se ukládají záznamy o tom, jaké informace byly zaznamenány z tabulky
totožnosti ostatních uzlů, se kterými přišel uživatel do styku. Další záznamy v této
tabulce jsou hodnoty pravděpodobnosti, které popisují pravděpodobnost toho, jestli
uživatel znovu přijde v blízské budoucnosti do styku s uzly, se kterými se již setkal.
Díky tomuto může HiBOp určovat podobnosti mezi uzly, se kterými uživatel již
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komunikoval a místem doručení. Tabulka historie je pravidelně obnovována. Pokuď
Tab. 1.2: Tabulka historie
Hodnota Třída 𝑃𝑐 H R
Třebíč Město ... ... ...
uzel přijme tabulku totožnosti, ve které se bude nacházet řádek <Město, Třebíč>,
tak se do tabulky historie zapíše řádek, ve kterém bude hodnota Třebíč, třída bude
město. Dále jsou dopočítány další tří hodnoty. 𝑃𝑐 označuje pravděpodnobnost po-
kračování (Continuity Probability), pravděpodobnost setkání s dalším uzlem, který
nese ve své tabulce totožnosti stejné hodnoty. Hodnota H (Heterogenity) označuje
průměrný počet uzlů, se kterými se daný uzel již setkal. Hodnota R (Redundancy)
označuje průměrný počet výskytů stejného záznamu v jedné tabulce totožnosti.
K obnovení tabulky historie se používá další tabulka, která se nazývá repozi-
tářová tabulka. Tato tabulka má záznam pro každou hodnotu, se kterou se uzel
v nedávné době setkal. Evoluce této tabulky může být charakterizována dvěma inter-
valy. Prvním je signalizační interval, který označuje čas obnovení tabulky. Druhým
je splachovací interval, při které jsou z hodnot v repozitářové tabulce vypočítány
hodnoty pro tabulku historie. Hodnota ve sloupci Cont Count (Continuity Counter)
Tab. 1.3: Tabulka repozitáře
Hodnota Třída Nosiči Cont Count Het Count Red Count
Třebíč Město A,B,C 2 1 2
ukazuje, kolikrát se hodnota ve sloupciAggr vyskytla v současném kontextu během
splachovacího intervalu. Pokuď se uzel, který měl tuto položku ve své identifikační
tabulce uvedenou nevyskytoval mezi hodnotami ve sloupci Nosiči, je hodnota ve
sloupci Het Count (Heterogenity Counter) inkrementována a jeho NID (Node IDen-
tity) je zapsáno mezi nosiče. Hodnota ve sloupci Red Count(Redundancy Counter)
udává celkový počet záznamů v současném kontextu, které obsahují tuto hodnotu.[5]
Výměna infromací a směrování
Uzly se učí o okolí kolem nich za pomocí vyměnování tabulek totožností během fáze
poznávání sousedů, kterou uzly provádějí pravidelně a nezávisle na sobě. Současný
kontext, ve kterém se uzel nachází je definován pomocí tabulek totožností ostatních
sousedních uzlů, které jsou uloženy v tabulce současného kontextu. Časový interval
mezi dvěma fázemi poznávání sousedů se nazývá signalizační interval. Na konci
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tohoto intervalu by měl každý uzel odeslat buď svoji tabulku totožnosti nebo NID.
Pokuď uzel přijme v posledním signalizačním intervalu pouze tabulku totožnosti
nebo NID, tak pouze obnoví jejich přítomnost, že všesměrovým vysíláním rozešle
jejich NID. Pokuď ale uzel dostane informace od uzlu, který do současného kontextu
nepatří, rozešle pomocí všesměrového vysílání jeho celou tabulku totožnosti. Tabulka
totožnosti je z tabulky současného kontextu odebrána v případě, když se již uzel v
daném kontextu nenachází. K tomu dochází po uplynutí tzv mrtvého intervalu, čož
je určitý počet po sobě jdoucích signalizačních intervalů, ve kterých od uzlu nebyla
přijata ani jeho tabulka identity a ani jeho NID[5].
Směrování je založeno na konceptu pravděpodobnosti dosáhnutí určité desti-
nace, která se udává jako pravděpodobnost přenesení zprávy blíže cíli. Zpráva je
předána dalšímu uzlu pouze v případě, že je tato pravděpodobnost vyšší. Toto není
nic nového. Vylepšení, které HiBOp přináší, je využití kontextu k výpočtu těchto
pravděpodobností. Hlavní myšlenkou je využití více informací které odesílatel po-
skytne o adresátovi, než jen jeho síťová adresa. Odesílatel by měl přiložit jakoukoliv
část adresátovy tabulky totožnosti. Pravděpodobnost doručení je pak vypočtena na
shodě těchto infromací z kontextu, který je uložen u každého zapojeného uzlu. Vy-
soká shoda znamená podobnost mezi kontextem odesílatele a adresáta. Také by mělo
být poznamenáno, že HiBOp kontroluje rozmnožování zpráv. Pouze odesílatel má
povoleno vytvářet kopie, další uzly pouze vypočítavají pravděpodobnost doručení
a případně předávájí zprávy dál, jejich kopie si neukládají[5].
Proces směrování u HiBOp je rozdělen na tři části. První je emise, ve které
odesílatel odešle zprávu do sítě. Druhou je směrování, při které se využívá mobility
a kontaktů jednotlivých uzlů, každá kopie původní zprávy vytvořená odesílatelem
prochází sítí směrem k adresátovi. Poslední částí je doručení, kde uzel přenášející
zprávu najde adresáta a dojde k přerušení procesu.[5]
1.4.2 Bubble Rap
Bubble Rap je protokol, který využívá dva základní aspekty společnosti – komunitu
a centralitu.
Štítky a směrování
Je pravděpodobné, že určití jedinci napříč různými komunitami v lidské společnosti
jsou více populární než druzí, setkávají se s více lidmi. Toto můžeme využít k vy-
tvoření algoritmu, který bude využívat sociálné aktivnější jedince jako přenašeče
zpráv.
Při směrování se staví na základech tzv štítkování. Štítkování lze popsat tak, že
má na sobě každý uzel štítek, na kterém je napsáno do jaké skupiny patří. Může to
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být například název školy, ale také třeba fakulta nebo obor. Při štítkování se zprávy
přenášejí výhradně jen mezi uzly, které náleží do stejné skupiny, jelikož je mezi nimi
nejvvyšší možnost přenosu. Tento způsob vyžaduje minimum informací o jednotli-
vém uživateli.[6] Tento postup umožňuje předávat zprávy mezi jednotlivými členy
skupiny, ovšem již nepočítá s předáváním zpráv uživatelům, kteří leží mimo ko-
munitu. Proto byl vytvořen algoritmus Bubble, který kombinuje znalost struktury
komunity se znalostí cetrality uzlů, které využívá k rozhodování o směrování.
První částí směrování je předávání zprávy od nejméně populárního uzlu k nej-
populárnějšímu, druhou částí směrování je indetifikace ulzů, které patří do cílové
komunity a následně budou využity pro přenos. Aby byl přenos úspěšný, musí pla-
tit dvě podmínky. První je, že každý uzel patří aspoň do jedné komunity – může
existovat i komunita o jednom uzlu. Druhou podmínkou, kterou musí uzly splňovat,
je, že každý z nich má globální pořadí napříč celým systémem a zároveň má i lo-
kální pořadí v rámci komunity, do které patří. Je možné, že jeden uzel patří do více
komunit, může tedy mít více lokálních pořadí.
Samotné směrování pak probíhá následovně. Pokud má uzel zprávu, která je ur-
čena pro další uzel, tak jí nejprve „probublá“ podle hiearchického stromu, který
využívá globální pořadí dokuď nedosáhne uzlu, který je ve stejné komunitě jako
adresát. Následně je využit lokální pořadní systém místo globálního, a zpráva po-
kračuje v „probublávání“ do té doby, než je dosažen adresát nebo zprávy vyprší.
Tato metoda nevyžaduje, aby každý uzel znal pořadí všech ostatních v systému,
ale aby byl pouze schopen porovnat pořadí s uzlem, se kterým právě komunikuje.
Když je zpráva doručena do komunity, tak původní přenašeč může vymazat zprávu
ze svého zásobníku aby se předcházelo možným zaplavením.[7]
1.4.3 Tabulkové porovnání protokolů
V tabulce 1.4 jsou porovnány klíčové vlastnosti dvou protokolů, které byly popsány
výše. Jsou srována data, díky kterým pak následně protokoly vyhodnocují okolní
uzly jako vhodné kandidáty na další přeskok a přenosové technologie, které jsou
vhodné k jejich používání.
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Tab. 1.4: Porovnání protokolů
Název protokolu HiBOp Bubble Rap
Informace potřebné Jméno Lokální hodnocení




Způsob směrování Vyhodnocování Porovnávání štítků
pravděpodobnosti a hodnocení
kontaktu s cílovým uzlem
Technologie přenosu Bluetooth, Wi-Fi Bluetooth, Wi-Fi
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2 PRAKTICKÁ ČÁST
V této části jsou nejprve analyzovány klíčové body vybraného směrovacího proto-
kolu a na jejich základně je sestaven teoretický simulační model. Ná základě tohoto
teoretického modelu je pak realizován reálný simulační model v simulátoru NS-3.
2.1 Návrh simulačního modelu
K simulaci jsem si vybral protokol Bubble Rap kvůli jeho jednoduchosti a nenároč-
nosti na informace.
Bubble rap byl již v minulosti testován. Simulace však neprobíhala programově,
protkol byl testován v reálném nasazení. Dle [7] bylo vytvořeno celkem 5 simulačních
scénářů.
Dvě simulace se konaly na konferencích Infocom 05 a Infocom 07. V případě
scénáře Infocom 05 bylo rozděleno celkem 41 speciálních zařízení s názvem iMote
mezi účastníky konference. Scénář Infocom 06 je velice podobný tomu předchozímu s
tím rozdílem, že zařízení bylo daleko více, přesně 98. Oba scénáře probíhaly po dobu
tří dnů. Ve scénáři s názvem Hong-Kong bylo rozděleno 37 zařízení iMote náhodně
mezi návštěvníky baru. Náhodným rozdělením se mělo předejít případným možným
sociálním spojením těchto účastníků. Po 5 dnech byli účastníci opět pozvání do
stejného baru a došlo ke sběru dat ze zařízení. Ve scénáři s názvem Cambridge se
naopak rozdělilo 54 zařízení hlavně mezi dvě skupiny studentů, aby se otestovalo
chování protokolu mezi lidmi s podobným sociálním spojením. Největším scénářem
byl scénář s názvem Reality a jak už jeho název napovídá, tento scénář měl simulovat
nasazení protokolu v reálném využití. Tento scénář trval 9 měsíců a mezi studenty
MIT bylo rozděleno 97 mobilních telefonů, které pomocí Bluetooth každých 5 minut
sledovali dostupné uzly.
Hlavními výsledky všech scénářů byly dva grafy. V prvním byla vynesena zá-
vislost úspěšnosti doručení zprávy na délce přenosu zprávy. Druhým grafem byla
závislost ceny zprávy na délce přenosu zprávy. Cenu zprávy lze definovat jako podíl
mezi celkovým počtem přenesených zpráv a unikátních odeslaných zpráv. Veškeré
grafy lze najít v [7].
2.1.1 Parametry simulace
Jelikož Bubble rap pracuje metodou porovnávání štítku součásného uzlu a adresáta
a následně porovnávání jejich hodnocení v globálním a lokálním měřítku, bude hlav-
ním parametrem každého uzlu štítek a jeho globální a lokální hodnocení. Hodnocení
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se bude odvozovat z pohyblivosti uzlů, jelikož u více mobilních uzlů je pravděpo-
dobné, že se setkají s více dalšími uzly, než méně mobilní uzly.
Základní parametry simulace
Veškeré základní parametry simulace jsou shrnuty v tabulce 2.1
Tab. 2.1: Základní parametry simulace
Počet mobilních uzlů 20
Způsob pohybu uzlů Model náhodné chůze ve 2D prostoru
Rychlost pohybu uzlů 2km/h - 6km/h
Rozměry plochy (x*y) [m] 750*750
Přenosová technologie Wi-Fi
Délka simulace [min] 10 - 60 s krokem po 10 minutách
Štítek
Štítek označuje příslušnost uzlu do jednotlivé komunity, uzel může být ve více ko-
munitách zároveň. Pro účely simulace budou vytvořeny dvě komunity, každná z nich
bude reprezentovat jeden vybraný ústav z naší fakulty.
Globální a lokální hodnocení
Globální a lokální hodnocení k rozlišení více sociálně aktivních uzlů od méně aktiv-
ních uzlů. Tato hodnota bude kalkulována z rychlosti pohybu každého uzlu. Pohyb
uzlů bude náhodný, jejich rychlost bude náhodně vygenerována z předem zadaného
intrvalu.
Algoritmus simulace
Algoritmus, podle kterého by se měl řídit výběr uzlů pro přeskok zprávy je znázorněn
na obrázku 2.1 a vychází z pseudokódu, který popisovala základní studie Bubble
Rapu[7].
Přenosová technologie
Jako technologie pro přenos dat mezi jednotlivými uzly byla vybrána Wi-Fi. Avšak
technologie Bluetooth by byla dle mého názoru lepší ze dvou důvodů. Zaprvé byla
použita i ve všech scénářích, které byly testovány réálně a za druhé je energeticky
úspornější, než Wi-Fi. Jelikož však simulační software neuvažuje energetickou zátěž
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Obr. 2.1: Vývojový diagram
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a neuvažuje baterie mobilních zařízení a hlavně nepodporuje technologii Bluetooth
byla vybrána technologie Wi-Fi
Životnost zprávy
Každá zpráva by měla obsahovat informaci o její živostnosti, tedy době, po které
bude zahozena. Pokuď by zpráva tuto informaci neobsahovala, mohlo by se stát, že
by uvízla v zásobníku nějakého uzlu, nemohla být doručena a zabírala by tedy akorát
místo ostatním zprávám. Jako ideální se zde jeví použít živnost podle času – každý
uživatel by předem nastavil čas, po který bude zpráva aktivní, po jejím vypršení by
ji uzel zahodil a původnímu odesílateli by byla odeslána zpráva o jejím nedoručení.
Zde se objevuje první slabina protokolu, jelikož by zpráva byla o nedoručení byla
odeslána zpět odesílateli jako ostatní zprávy, hrozí tedy že se k němu nedostane a
on tedy nebude vědět, že byla zpráva zahozena.
2.1.2 Výsledky simulace
Mezi výsledky simulace by měly být dvě hlavní hodnoty. Počet úspěšně přenesených
zpráv vzhledem k celkovému vytvoření počtu zpráv a vytížení uzlů, tedy celkový
počet přenesených zpráv (včetně duplikátů) k počtu vytvořených zpráv.
2.2 Realizace simulačního modelu
V následující kapitole popíšu vytvořený simulační model do programu NS-3. V mo-
delu nejdříve postupně definuji uzly, následně nastavuji jejich mobilitu, definuji na-
stavení Wi–Fi a nastavuji ping pro ověření dostupnosti uzlů. Poté jsem vytvořil




Byla vytvořena skupina uzlů, která obsahuje 20 uzlů. Pro vytvoření uzlů je nej-
prve definovat objekt typu NodeContainer a následně pomocí funkce Create, jejíž






K nastavení mobility jsem využil MobilityHelper, který zajištuje základní nastavení
mobility jako počáteční souřadnice, od kterých se začnou uzly rozmisťovat, dále pak




"MinX", DoubleValue (100.0) ,
"MinY", DoubleValue (250) ,
"DeltaX", DoubleValue (80.0) ,
"DeltaY", DoubleValue (80.0) ,
"GridWidth", UintegerValue (5),
"LayoutType", StringValue ("RowFirst"));
Hodnoty MinX a MinY reprezentují počáteční souřadnice, DeltaX a DeltaY ro-
zestupy mezi jednotlivými uzly a GridWidth reprezentuje šířku mřížky. Následně
Obr. 2.2: Základní rozmístění uzlů
jsem nastavil model mobility – vybral jsem Random Walk 2d Mobility Model, který








Hodnota Speed udává rychlost, v tomto případě je rychlost proměnná, její velikost
se mění od 2km/h do 6km/h. Tyto hodnoty byly zvoleny jako průměrné hodnoty
rychlosti pohybu člověka v budově. Další dvě položky Mode a Time udávají, kdy
budou uzly měnit souřadnice své destinace. Hodnota Time u Mode značí, že po
uběhnutí nastaveného času, který se nastavuje v atributu Time. Poslední položka
udává tvar a rozměry plochy, po které se uzly pohybují, v tomto případě je to
čtverec s rozměrem 0,75km x 0,75km. Grafickou reprezentaci tohoto rozmístění je
možno vidět na obrázku 2.2.
Konfigurace Wi-Fi a přiřazení IP adres
Nastavení Wi–Fi, tedy nastavení kanálu a fyzické vrsty se provádí pomocí helepru
Yans. NS–3 pouze převzalo tyto nastavení z jiného síťového simulátoru, který má
stejná název jako použitá třída, tedy YANS (Yet Another Network Simulator)[7].
//wifi
YansWifiChannelHelper channel = YansWifiChannelHelper :: Default ();
YansWifiPhyHelper phy = YansWifiPhyHelper :: Default ();
phy.SetChannel (channel.Create ());
WifiHelper wifi = WifiHelper :: Default ();
wifi.SetRemoteStationManager ("ns3:: AarfWifiManager");
NqosWifiMacHelper mac = NqosWifiMacHelper :: Default ();
mac.SetType("ns3:: AdhocWifiMac");
NetDeviceContainer device;
device = wifi.Install(phy , mac , nodes);
Všechna nastavení jsou víceméně základní, síť je nastavena do řežimu AdHoc, což
značí dočasné spojení mezi dvěma prvky, z nichž jeden tvoří imaginární přístupový
bod. Nakonec se vytvoří zařízení, kde se nastaví, jaká fyzická a síťová vrstva se má
přiřadit k vybraným uzlům.
K přiřazení IP adres uzlům jsem opět použil dostupný helper, tentokrát Ad-
ressHelper.





Nejprve se definuje adresní prostor nastavením adresy sítě a masky a následně se
provede přiřazení adres skupině uzlů.
Vlastní úpravy
Dosavadní popis implementace byl v souladu s uvedeným teoretickým modelem si-
mulace. V této části však dochází k odchylce. V teorétickém modelu je hodnocení
uzlů rozděleno na dvě hodnoty, lokální a globální. Avšak povaha tétu simulace, kde se
nachazí pouze jedna jedna skupina uzlů toto rozdělení nevyžaduje, stejně tak oštít-
kování jednotlivých uzlů. Proto teby byla zavedena pouze jedna hodnota ratingu,
která spojuje jejich sociální chování a rychlost pohybu. Štíkování uzlů a rozdělení
hodnocení na lokální hodnotu však byly implementovány, nejsou ale využívány. Tyto
hodnoty by se daly využí, kdyby se místo 2D simulace dala simulovat pohyb uzlů v
celé budově o několika patrech, kde by uzly v každém patře spadaly do samostatné
skupiny.
Protokol BubbleRap využívá k určení dalšího přeskoku číselnou hodnotu ozna-
čovanou jako rating. Jelikož základní model uzlů tuto hodnotu neobsahuje, bylo
nutné tuto hodnotu do definice uzlů přidat. Prvním krokem bylo vytvoření několika




Proměnná mrat slouží k zapisování výsledného ratingu který se skládá z proměnných
mspeedrat a mmsgrat. Tyto položky budou vysvětleny dále v této práci.
Aby bylo možné do těchto proměnných zapisovat, jelikož jsou v sekci private,








2.2.2 Zjišťování dostupných uzlů
Ping
Ke zjišťování okolních dostupných uzlů jsem se rozhodl využít pingu. Nastavení
probíhá opět pomocí helperu.
V4PingHelper ping0(ipnode1);
ApplicationContainer serverApps;
serverApps = ping0.Install(nodes.Get (0));
ping0.SetAttribute("FromNode",PointerValue(pnode0));
Nejprve se nastaví adresa uzlu, na který bude ping vysílán. Následně se nastaví
uzel, který bude zdrojem pingu. Poslední položka je mnou vytvořený atribut, kde
se nastavuje od koho byl ping vyslán. Tento atribut byl vytvořen kvůli zapisování
ratingu pro uzel a bude popsán dále.
Vlastní úpravy
Jak bylo zmíněno výše, byl upraven zdrojový kód a hlavičkový soubor pro třídu ping.
Nejprve byla do hlavičkového souboru přidána proměnná mnode, což je ukazatel na
uzel, který ping vyslal.
Ptr <Node > m_node;
Následně byl přidán do zdrojového souboru atribut FromNode, který ukládá vložený
ukazatel právě do proměnné mnode.
.AddAttribute("FromNode",
"The machine that is pinging.",
PointerValue (),
MakePointerAccessor (& V4Ping :: m_node),
MakePointerChecker <Node >())
Nakonec byla upravena funkce Recieve, která se volá po přijetí pingu. V těle této
funkce byl přidán řádek, který uzlu, jehož ukazatel je uložen v proměnné mnode,
přičte konstatní hodnotu ratingu za každý úspěšně přijatý ping.





Jak již bylo zmíněno dříve, byly ve třídě uzel přidány celkem 3 proměnné – SpeedRat,
MsgRat a Rat.
Proměnná SpeedRat slouží k ukládání ratingu, který se určuje z aktuální rychlosti
pohybu uzlu. K tomu slouží tato konstrukce, která zavolá funkci CourseChange
pokaždé, když uzel změní svůj směr.
std:: ostringstream oss0;
oss0 << "/NodeList/" << nodes.Get (0) ->GetId () <<
"/ns3:: MobilityModel/CourseChange";
Config :: Connect (oss0.str (), MakeCallback (& CourseChange0));
Tento příklad se vztahuje pouze na uzel 1, celkem je těchto konstrukcí 20, stejně tak
i příslušných funkcí CourseChange.
Funkce CourseChange vypadá následovně.
void CourseChange0 (std:: string context , Ptr <const MobilityModel >
model)
{
Ptr <Node > staticn = staticNode.Get(0);
Ptr <Node > move = nodes.Get (0);
Ptr <const MobilityModel > model2 = staticn ->GetObject <MobilityModel
>();
double speed = model ->GetRelativeSpeed(model2);
speedo = speed *100;
move ->SetSpeedRat(speedo);
}
Jelikož MobilityModel neumožňuje získat rychlost uzlu v km/h, musel být do simu-
lace přidán statický uzel. Tento uzel je umístěný na souřadnicích 0,0 a slouží k tomu,
aby bylo možné porovnávat rychlost mezi dvěma uzly, což MobilityModel umožňuje.
Jelikož je uzel statický, tak výsledná rychlost odpovídá rychlosti prvního uzlu. Ve
funkci tedy získám tuto hodnotu, poté ji vynásobím stem a uložím ho proměnné
SpeedRat. Hodnota 100 byla vybrána na základě nekolika zkušebních simulací, kde
jsem porovnával vlivy jednotlivých součástí hodnocení, tedy rychlostní a sociální.
Získávání ratingu za dostupnost, tedy MsgRat, jsem popsal již dříve, konkrétně
v kapitole zabývající se dostupnosti uzlů.




Jelikož NS–3 simuluje bezdrátový přenos v ideálním prostředí, je možná přenosová
vzdálenost daleko vyšší než v reálných podmínkách. Proto byl vyvinut algoritmus,
který vybírá uzly na zákaldě jejich souřadnic jen ve vybrané vzdálenosti. K tomu
slouží funkce Vzdalenost, která na základě souřadnic dvou uzlů počítá vzdálenost
mezi nimi kterou pak vrací.
double Vzdalenost(double ax , double ay , double bx , double by)
{
double vzd = sqrt (((bx -ax)*(bx -ax))+((by -ay)*(by -ay)));
return vzd;
}
Funkce využívá vzorce pro výpočet vzdálenosti mězi dvěma body ve 2D prostoru.
Vstupními argumenty fukce jsou souřadnice x a y prvního uzlu a souřadnice x a y
druhého uzlu. Návratová hodnota je právě vzdálenost mezi nimi.
Předávání zpráv
K vysílání a příjmu zpráv byl použit balíček pro NS–3 s názvem Bundle Protocol. Ten
dovoluje základní simulaci DTN sítí. Bohužel se během testování simulace vyskytla
chyba v přenosech dat, kdy uzel sice data vyslal, ale cílový uzel již nebyl schopen
data přijmout. Tato chyba nejspíš vznikla kvůli chybě ve funkci, která obstarávala
příjem dat u cílového uzlu. Jelikož již nebyl čas tuto chybu řešit, bylo rozhodnuto,
že veškerý přenos dat se bude realizovat pouzě programově. To znamená, že uzly
generují a předávájí zprávy, na fyzické vrstvě však k žádnému přenosu nedochází. Z
tohoto důvodu tedy nelze sledovat propusnost jednotlivých uzlů.
Samotné předávání zpráv pak vychází z algoritmu pro BubbleRap, který byl po-
psán již dříve. Pokud uzel drží zprávu, která není určená pro něj, hledá další uzly,
kterým by mohl zprávu předat. Nejprve se zaměřuje, zda se v jeho okolí nenachází
uzel, jehož ID odpovídá ID adresáta zprávy. Pokud ano, je proces vyhledávání uzlů
přerušen a zprává je ihned doručena adresátovi. Pokud ne, opakuje se cyklus vy-
hledávání tak dlouho, dokud nejsou zjištěny všechny uzly v dosahu. Souběžně s tím
kontroluje uzel, který chce vysílat, rating ostatních dostupných uzlů. Pokud je ra-
ting dostupného uzlu vyšší, zapíše si uzel jeho ID. Po skončení vyhledávání uzlů uzel
zkontroluje, zda byl nalezen uzel s vyšším ratingem. Jestliže byl, předá mu zprávu,





if (vzdalenost < 100 && vzdalenost !=0)
{
rating = dostupnyUzel ->GetRat ();
id2 = dostupnyUzel ->GetId();
std::cout << "Je dostupny uzel s ID: " << dostupnyUzel ->GetId
() << " ve vzdalenosti " << vzdalenost << " metru s
ratingem: "<<rating <<"." << std::endl;
if (dest==id2)
{






nejvyssirating = dostupnyUzel ->GetRat ();
id = dostupnyUzel ->GetId();
zmeneno=true;
}
Takto vypadá vyhledávání dostupných uzlů v simulaci. Lze vidět, že uzel hledá
dostupné uzly do vdálenosti sta metrů.
2.2.4 Průbeh simulace
Byly popsány všechny důležité komponenty důležité pro chod simulace a nyní bude
popsán chod samotné simulace.
Simulace začíná generováním pěti zpráv na pěti uzlech. Jejich přehled lze vidět
v tabulce 2.2 Tyto zprávy jsou pomocí funkce Schedule naplánovány na určitý čas.
Tab. 2.2: Přehled zpráv
ID Zprávy 0 1 2 3 4
Zdroj Uzel 1 Uzel 2 Uzel 3 Uzel 4 Uzel 5
Adresát Uzel 20 Uzel 19 Uzel 18 Uzel 17 Uzel 16
První zpráva je odeslána po šedesáti vteřinách, další zprávy jsou odeslány po ní
ve dvanáctivteřinových intervalech. Funkce Schedule má kromě času další vstupní
parametry jako adresu funkce, která se v daný čas zavolá a následně její vstupní
parametry.
28
Simulator :: Schedule (casPole2 [0], &Send , senders [0]. Get (0), destID
[0], 0);
Třetí parametr označuje, ze kterého uzlu se zprává odešle, čtvrtý parametr je ID
příjemce a poslední parametr je ID zprávy. ID zprávy se používá pro lepší sledování
zprávy ve výpisu v konzoli.
Ve funkci Send probíhá vyhledávání dostupných uzlů, jehož mechanika byla zmí-
něna již dříve. Po skončení vyhledávání uzlů probíhá předávání zprávy.
std::cout << std::endl;
std::cout << "!! DORUCUJI zpravu na uzel s ID: " << id <<"!!"<<std::
endl;
hopCount[iid ]++;




Pokud byl nalezen uzel, který je adresátem zprávy je pomocí funkce if zavolána tato
posloupnoust příkazů. Simulace do konzole vypíše, že doručuje zprávu na uzel. Poté
je inkrementována hodnota na příslušném indexu v poli, do kterého se zapisuje počet
přeskoků dané zprávy. Do dalšího pole se zapíše aktuální čas simulace. Výsledný čas
doručení zprávy pak vzniká odečtením času, kdy byla zpráva odeslána od času,
kdy byla doručena. Nakonec se přičte uzlu, který zprávu předal, konstatní hodnota
ratingu za úspěšné předání zprávy.
std::cout << std::endl;








Pokud cílový uzel nalezen nebyl, ale byl však nalezen uzel, který má vyšší rating, do-
jde k předání zprávy právě jemu. Do kononzole je vypsán text informující o odeslání
zprávy. Jak již bylo zmíněno, přenos zpráv je této simulaci pouze virtuání a přenos
je tedy realizován náplnánováním funkce Send na tento uzel. Hodnota 0.6 sekundy
reprezetuje dobu zpoždění přenosu dat mezi dvěma uzly. Tuto hodnotu jsem převzal
z oficiálního příkladu, který se nacházel v balíčku Bundle Protocol[9]. Následně je
opět inrementována hodnota v poli přeskoků.
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std::cout << "Nebyl nalezen vhodny uzel" << std::endl;
std::cout <<"----------------------------------------------"<<std::
endl;
Simulator :: Schedule(cas2 + Seconds (30), &Send , senders[idOdesilatel
-1]. Get (0),dest ,iid);
Jestliže však nebyl nalezen cílový uzel ani uzel s vyšším ratingem, dojde pak k
informování o tom, že nebyl nalezen vhodný uzel a je naplánováno opakování funkce
Send na aktuálním uzlu po třiceti vteřinách.
2.3 Výsledky simulace
Výsledkem této simulace jsou celkem tři informace. První informací je údaj o doru-
čení zprávy, druhou je počet přeskoků zprávy a třetí je v případě doručení doba, po
kterou zpráva putovala od zdroje k cíli.
Jelikož doručení zprávy závisí na čase simulace, opakoval jsem simulaci pro 6
různých délek simulace. Simulace začínala na době trvání deset minut a postupně
jsem k této hodnotě přidával dalších deset minut. Poslední délkou simulace byla
jedna hodina.
V tabulce 2.3 lze vidět, že u Zprávy 1 nedošlo k doručení, ale také relativné
malému počtu přeskoků. Lze to vysvětlit tím, že zpráva uvízla na jednom uzlu,
který pak už do konce simulace ve svém okolí nezaznamenal uzel s vyšším ratigem
nebo adresáta. U zprávy číslo 3 lze pozorovat, že má zpráva daleko vyšší počet
přeskoků, než ostatní zprávy. Důvodem toho jevu je to, že se setkaly dva uzly s
relativně stejným ratingem. Zpráva pak zacyklila mezi těmito dvěma uzly. Tím, jak
se zpráva přesouvala na druhý uzel a zpátky, narůstal oboum uzlům rating a zpráva
tak nebyla schopna vypadnout z této smyčky. Tomuto jevu lze zabránit tak, že by se
zprávě přidala podmínka aby nemohla být předána na uzel, na kterém se nacházela
v předchozím kroku.
Pro lepší pochopení naměřených hodnot byly vytvořeny tři grafy, ve kterých je
znázorněna závislost jednotlivých hodnot na délce simulace.
Na obrázku 2.3 lze vidět pravděpodobnost doručení zprávy na cílový uzel v závis-
losti na narůstající době simulace. Zásadní zlom nastává mezi třicátou a čtyřicátou
minutou, kde dochází ke znatelnému nárůstu pravděpodobnosti. Z toho lze usoudit,
že v dané simulaci za daných podmínek, je algoritmus schopný doručit zprávu s vy-
sokou pravděpodobnosti až po třiceti minutách. Nutno poznamenat, že tyto hodnoty
se mohou lišit v závislosti na hustotě uzlů, tedy na rozloze plochy, po které se uzly
pohybují a jejich počátečnímu rozestupu. Lze uvažovat, že s většími rozestupy uzlů
a větší plochou bude tato pravěpodobnost klesat.
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Tab. 2.3: Výsledky simulace
Délka simulace [min] 10 20 30 40 50 60
Zpráva 0
Doručeno ANO ANO ANO ANO ANO ANO
Počet přeskoků 4 4 4 4 4 4
Čas doručení [sek] 421,8 421,8 421,8 421,8 421,8 421,8
Zpráva 1
Doručeno NE NE NE NE NE NE
Počet přeskoků 5 5 6 7 7 10
Čas doručení - - - - - -
Zpráva 2
Doručeno NE NE NE ANO ANO ANO
Počet přeskoků 3 5 5 6 6 6
Čas doručení [sek] - - - 1802,3 1802,3 1802,3
Zpráva 3
Doručeno NE NE NE ANO ANO ANO
Počet přeskoků 19 22 22 23 23 23
Čas doručení [sek] - - - 1843,2 1843,2 1843,2
Zpráva 4
Doručeno ANO ANO ANO ANO ANO ANO
Počet přeskoků 3 3 3 3 3 3
Čas doručení [sek] 121,2 121,2 121,2 121,2 121,2 121,2
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Obr. 2.3: Pravděpodobnost doručení zprávy v závislosti na délce simualce
Obr. 2.4: Průměrný počet přeskoků v závislosti na délce simualce
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Na obrázku 2.4 lze vidět průměrný počet přeskoků u doručené zprávy opět v
závislosti na délce simulace. Zlom nastává opět mezi třicátou a čtyřicátou minutou,
kdy došlo ke zvýšení i pravděpodobnosti doručení zprávy. Hodnotu přeskoků značně
navýšila jedna ze zpráv, která zacyklila mezi dvěma uzly a její počet přeskoků byl
daleko vyšší.
Obr. 2.5: Průměrná délka doručení zprávy v závislosti na délce simualce
Na posledním obrázku 2.5 lze vidět průměrnou dobu doručení u zpráv, které
se podařilo úspěšně doručit. Opět lze vidět, že k nárustu dochází mezi třicátou a
čtyřícátou minutou, kdy dochází ke zvýšení pravděpodobnosti doručení a je tedy
doručeno více zpráv a tím pádem to ovlivňujě i průměrný čas doručení.
Lze si všimnout, že ve všech třech grafech dochází k nárůstu hodnot mezi třicátou
a čtyřicátou minutou. Tento fakt lze vysvětlit jednoduše. Jelikož v tomto rozmezí
došlo k doručení dalších dvou zpráv, je tedy logické, že se zvýšily i další hodnoty,
které jsou s doručením zprávy spojené.
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3 ZÁVĚR
Cílem bakalářské práce bylo nejprve prostudovat problematiku zabývající se pro-
blémem směrování v DTN a oportunistických sítí. Následně byly porovnány dva
protokoly, které zapadají do konceptu směrování v oportunistických sítí na základě
sociálního statusu uzlu.
Po této teoretické části bylo úkolem vybrat jeden protokol a navrhnout teoretický
model simulace a následně tento model realizovat ve vybraném simulačním nástroji.
Volba byla mezi dvěma programy, simulátorem od firmy OPNET a simulátorem NS–
3. Byl vybrán druhý zmíněný, tedy simulátor NS–3 z důvodu celkově větší otevřenosti
systému a díky tomu snadnější úpravě zdrojových kódů a přídávání nových věcí.
Po výběru simulačního programu se již mohlo přistoupit k samotné realizaci.
Cílem bylo, aby se vytvořený model co nejvíce podobal navrhnutému teoretickému
modelu. Výsledný simulační model vychází z teoretického modelu avšak není úplně
identický, ať už z důvodu limitů simulátoru, ale taky mých nedostatků, co se týče
programovacího jazyka a všech možností, které simulátor nabízí.
Vytvořený simulační model má jeden zásadní nedostatek, při běhu simulace ne-
dochází k reálnému přenosu dat na fyzické vrstvě, důvodem tohoto problému je
chyba ve funkci, která obstarává příjem dat a nepodařilo se mi jí vyřešit. Z tohoto
důvodu je přenos dat v simulaci pouze virtuální, uzly se tedy tváří že zprávu předaly,
ale ve skutečnosti k žádnému přenosu dat nedošlo. Z tohoho důvodu nebylo možné
získavat v simulaci hodnoty propusnosti dat pro jednotlivé uzly. Získané výsledky
byly zpracovány do tabulky a následně i do jednotlivých grafů.
Cíle této bakalářské práce byly víceméně splněny avšak ne úplně ideálně. Hlavním
nedostatkem je již dřívě zmíněná absence přenosu dat na fyzické vrstvě, ale taky
není úplně dokonalý algoritmus pro vyhledávání dostupných uzlů, jelikož v reálném
použití žádný uzel nemůže znát souřadnice všech okolních uzlů.
Mezi klady výsledků této bakalářské práce lze zařadit získání základních hodnot
parametrů simulace, při kterých lze získat požadované hodnoty. Při konktrétním
nastavení této simulace se ukázalo, že při délce simulace aspoň čtyřicet minut lze
dosáhnout poměrně dobré spolehlivosti, co se týče doručování zpráv. Dalším mož-
ným rozšířením této práce by byla simulace několika scénářů s různými parametry,
jako velikost plochy, rozestup uzlů a délka simulace a zapisovat jednotlivé hodnoty
úspěšnosti doručení. Následně by se dala z těchto výsledků vypracovat komplexnejší
závislost úspěšnosti doručení zprávy na těchto parametrech.
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SEZNAM SYMBOLŮ, VELIČIN A ZKRATEK
DTN Delay Tolerant Netwotking
HiBOp History Based Routing Protocol for Opportunistic Network





Cont Count Continuity Couter
Het Count Heterogenity Couter
NID Node ID
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