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Abstrak 
Teknologi sistem keamanan merupakan salah satu teknologi yang berkembang pesat seiring 
dengan perkembangan zaman. Banyak sarana yang dirancang secara otomatis untuk membantu 
kegiatan manusia dalam mengatur keamanan lingkungan ataupun ruangan yang memerlukan 
tingkat pengamanan lebih ketat agar terhindar dari tindak kriminalitas seperti pencurian, 
perampokan, dan tindak kriminalitas lainnya. Penelitian ini bertujuan untuk membuat aplikasi 
android security status dengan menggunakan metode Rational Unified Process (RUP) sebagai 
pengendali sistem keamanan berbasis arduino uno R3 berupa prototype di sebuah puskesmas 
yang terdiri dari ruang obat, ruang utama, ruang arsip, dan ruang kontrol. Ruangan yang sangat 
membutuhkan sistem keamanan lebih responsif adalah ruang obat. Penelitian ini dilakukan 
dengan metode deskriptif secara sistematis sesuai fakta yang ada. Aplikasi android security status 
ini dibuat agar mampu mengaktifkan dan menonaktifkan prototype sistem keamanan yang 
mengintegrasikan sensor PIR (Passive Infrared) pendeteksi gerakan dan sensor magnet (Reed 
Switch) mendeteksi ketika pintu dibuka. Aplikasi security status sudah dilakukan pengujian black 
box dan white box (basis path testing). Pengguna dapat mengetahui status keamanan melalui SMS 
(Short Message Service) dan aplikasi android security status yang terpasang pada smartphone 
android. Aplikasi tersebut terintegrasi dengan sistem melalui koneksi bluetooth. Setelah pengguna 
menerima SMS status keamanan, pengguna dapat melakukan tindakan terhadap sistem (feedback) 
yaitu menutup pintu dan mematikan peringatan, kemudian aplikasi security status akan melakukan 
panggilan otomatis kepada call center.  
Kata Kunci: Arduino, Sistem Keamanan, Android. 
Abstract 
Technology of security system is one of technology which is evolving rapidly along with the era. 
Many facilities are designed automatically to assist human activities in managing security of their 
environment or rooms that require more stringent security levels to avoid crime such as theft, 
robbery, and other criminals. This research was conducted to create a security status application 
using the Rational Unified Process (RUP) as controller the security system based arduino uno r3 
which form of mini hospital prototype consist of medicine room, main room, archive room, and 
control room. The medicine room is a needed highest security system. This research was 
conducted with descriptive method systematically correspond to the facts. security status android 
application created to activating and non-activating the prototype security system that integrates 
sensor PIR (Passive Infrared) motion detectors and magnetic sensors (Reed Switch) detects when 
the door is opened. security status android application tested by white box and black box testing. 
The user can know the security status via SMS (Short Message Service) and Security status 
application that installed on android smartphone. The application is integrated with the system via 
bluetooth connection. Once the user receives an SMS security status, users can perform actions on 
the system (feedback) those are close the door and turn off the alarm. Then the system will make 
automatic calls to the call center. 
Keywords: Arduino, Security System, Android. 
  
PENDAHULUAN  
Perkembangan zaman semakin pesat menjadikan kebutuhan akan teknologi menjadi sangat penting dalam 
kehidupan, salah satunya adalah teknologi sistem keamanan. Banyak sarana dirancang secara otomatis untuk 
membantu kegiatan manusia dalam mengatur keamanan lingkungan ataupun ruangan dengan tingkat 
pengamanan lebih ketat terutama pada ruang obat bila ingin terhindar dari kriminalitas seperti pencurian, 
perampokan, dan tindak kriminalitas lainnya. Banyak alat elektronika digunakan dalam sistem keamanan 
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tersebut contohnya alat pendeteksi adanya pergerakan, kebakaran, kebocoran gas, perusakan pintu maupun 
jendela kaca.  
Arduino adalah sebuah board minimum sistem mikrokontroler yang bersifat open source. Didalam rangkaian 
board arduino terdapat mikrokontroler AVR seri ATMega328 merupakan produk dari Atmel. Arduino juga 
mempunyai bahasa pemrogramanya sendiri yang berupa bahasa C (Sumajouw dkk, 2015).  Open source arduino 
menjadikan pengembang (developer) dapat membuat board minimum yang sama seperti arduino dan 
memberikan nama sesuai keinginan (custom). Kelebihan utama sistem keamanan berbasis Arduino dibandingkan 
dengan sistem keamanan konvensional adalah memiliki kemampuan beroperasi terus menerus, dapat terhubung 
dengan perangkat lain, mudah dalam pengembangannya, dan membutuhkan tenaga listrik minimal. Berdasarkan 
kelebihan tersebut maka biaya yang dikeluarkan untuk sistem keamanan pada ruang obat akan berkurang. 
Kelebihan lainnya adalah sistem keamanan mampu diintegrasikan dengan smartphone baik itu android, windows 
phone, IoS dan lainnya.  
Penelitian yang telah dilakukan tentang pengembangan sistem keamanan diantaranya yaitu perancangan 
sistem keamanan rumah menggunakan sensor Passive Infra Red (PIR) dan mikrokontroler Atmega 8535 (Prima, 
2014). Pada penelitian ini media ponsel digunakan untuk mengirimkan data berupa SMS (Short Message 
Service) dan MMS dengan satu jenis sensor. Sensor merupakan alat yang mampu menangkap fenomena fisik 
atau kimia dan mengubanya menjadi sinyal elektrik baik arus listrik ataupun tegangan. Penelitian lainnya yaitu 
sistem keamanan ruangan menggunakan sensor PIR KC7783R dengan mikrokontroller AT89551 (Astuti, 2007).  
Penelitian ini memanfaatkan lebih dari satu sensor sebagai input diantaranya yaitu sensor gerak, sensor 
magnet, serta mampu mengirimkan tanda peringatan secara real-time kepada pengguna (user) yaitu berupa SMS 
(Short Message Service) yang dikirim dari smartphone android sebagai pengganti modul SMS Gateway dan 
indikator terjadinya gangguan menggunakan buzzer dan lampu LED (Light Emiting Diode), serta LCD (Liquid 
Crystal Display) sebagai antarmuka informasi terjadinya gangguan. Pengguna juga dapat memantau dan 
mengendalikan perangkat-perangkat elektronik di dalam ruang obat dari jarak jauh melalui suatu saluran 
komunikasi seperti melalui jaringan internet, Wi-Fi atau Bluetooth (Danny Kurnianto dkk, 2016). 
Mikrokontroler adalah pengendali dalam bentuk chip atau IC (Integrated Circuit) yang dapat diprogram 
berdasarkan perintah/instruksi. Tujuan menanamkan program pada mikrokontroler adalah agar rangkaian 
elektronik dapat bekerja melakukan perintah/instruksi. Mikrokontroler bertugas sebagai otak yang 
mengendalikan input, proses dan output sebuah rangkaian elektronik.  
Menurut Muhammad Ichwan (2013), android merupakan sebuah sistem operasi pada ponsel berbasis Linux 
mencakup sistem operasi dan middleware. Fasilitas open source atau sistem operasi yang dapat dikembangkan 
dengan bebas bagi penggunanya membuat banyak orang mengembangkannya dengan inovasi-inovasi terhadap 
sistem operasi maupun pada pembangunan aplikasi mobile pada android. Maka dari itu, dilakukan kegiatan 
pengembangan sistem keamanan berbasis arduino yang terintegrasi dengan aplikasi android sebagai solusi 
alternatif baru untuk pengendalian jarak jauh. 
METODE 
Metode pengembangan sistem diawali dengan melakukan pengamatan secara langsung pada obyek yang 
memerlukan tingkat keamanan ketat agar keamanannya lebih terjamin dan mampu dikendalikan dari jarak jauh 
yaitu ruang obat. Selanjutnya adalah melakukan analisa sistem yang akan dibangun yaitu aplikasi android 
security status sebagai pengendali prototype sistem keamanan. Analisa yang dilakukan yaitu analisa 
fungsionalitas, analisa user, analisa kebutuhan hardware dan software. Setelah tahap analisa sistem peneliti 
melakukan perancangan dan pembuatan aplikasi android security status. Tahap selanjutnya yaitu melakukan 
pengujian dan analisa hasil pengembangan, serta sebagai tahapan akhir yaitu merilis versi produk dari aplikasi 
android security status.  
Bahan dan peralatan yang dibutuhkan dalam pembuatan aplikasi android security status (lihat Tabel 1) 
sebagai pengendali sistem keamanan berbasis arduino uno R3 ini meliputi perangkat keras (hardware) berupa 
smartphone android (minimal operating system lollipop yaitu android 5.0.x), modul bluetooth HC-05, arduino 
uno R3 (mikrokontroler ATmega328), sensor PIR 2-5VDC menggunakan IC BISS0001 (passive infrared dengan 
sensitifitas hingga 6 meter 110° x 70°), sensor magnet (reed switch normally close), motor servo standar 5VDC 
(sudut putaran hingga 180° dengan torsi hiingga 2kg), kabel jumper, buzzer 5VDC (active pieze), breadboard 
(800 lubang), LCD 20x4 (backpack IC I2C), modul RTC dengan IC DS3231 (Real Time Clock), dan resistor 
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(100Ω), serta perangkat lunak (software) berupa Arduino IDE 1.6.5 (Integrated Development), Fritzing 0.9.2, 
dan MIT App Inventor 2 (online).  
Tabel 1. Pin-pin I/O Arduino Uno R3 yang Digunakan 
 
No. Nama Perangkat Keras Pin pada Arduino UNO R3 
1 Sensor PIR 1 Digital 8 
2 Sensor PIR 2 Digital 7 
3 Sensor Magnet (Reed Switch) Digital 10 
4 Real Time Clock (RTC) Analog 5 & 4 (SLC & SDA) 
5 Bluetooh HC-05 Analog 0 & 1 (RX & TX) 
6 LED 1 Digital 11 
7 LED 2 Digital 12 
8 LED 3 Digital 13 
9 Buzzer Digital 9 
10 LCD 20 x 4+I2C Analog 5 & 4 (SLC & SDA) 
11 Motor Servo 1 Digital 6 
12 Motor Servo 2 Digital 5 
 
Pertama kali rangkaian sistem dinyalakan (bukan diaktifkan) yang dilakukan sistem adalah 
menginisialisasikan pin-pin yang ada pada mikrokontoler arduino uno R3 baik itu modul/pin input, output, 
ataupun untuk power (lihat gambar 1). Inisialisasi pin pada program arduino ini bagian dari keseluruhan program 
(security status) yang berfungsi sebagai inisialisasi perangkat keras yang terhubung dengan pin arduino uno R3. 
Input ini terdiri dari sensor PIR 1 dan PIR 2 yang disimpan dalam variabel dengan tipe data integer yaitu PirPin1 
dan PirPin2 dihubungkan pada pin 8 dan pin 7 pada arduino, serta sensor magnet (reed switch) disimpan dalam 
variabel ReedPin dengan tipe data integer dihubungkan pada pin 9 dan pada arduino (lihat Gambar 1).  
Output ini terdiri LED indikator pada sistem keamanan ini berjumlah 3 (tiga) buah yaitu variabel LED Active 
dihubungkan ke pin 13, variabel Safety dihubungkan ke pin 12, dan Variabel DisSafety dhibungkan ke pin 11. 
Buzzer disimpan dalam variabel pinSpeaker dengan tipe data integer dihubungkan ke pin 9. Selain LED dan 
buzzer yang termasuk perangkat keras output adalah motor servo dan LCD. Servo berjumlah 2 (dua) buah yaitu 
variabel Pinservo1 dan Pinservo2 dihubungkan ke pin 6 dan pin 5. LCD yang dilengkapi dengan I2C backpack 
dihubungkan dengan SDA dan SLC (A5 dan A4) dengan menambahkan library LiquidCrystal_I2C yang 
disimpan dalam variabel. RTC (Real Time Clock) ditambahkan juga library agar bisa mengakses waktu yaitu 










Gambar 1. Skema diagram jaringan sistem keamanan 
Perancangan dan pembuatan android security status sebagai pengendali sistem keamanan berbasis arduino uno 
R3 dapat dilihat pada Gambar 2. Berdasarkan tersebut antara rangkaian sistem keamanan (arduino uno R3) dan 
aplikasi android security status (server) menggunakan komunikasi bluetooth HC-05 untuk mengirimkan 
berbagai macam instruksi/perintah sistem keamanan diantaranya adalah menghidupkan/mematikan sistem 
keamanan keseluruhan, mengirimkan/menerima status sistem keamanan, menghidupkan/mematikan modul 
input/output pada rangkaian sistem keamanan, mengirimkan/menerima umpan balik (feedback) pada modul 
input/output rangkaian sistem keamanan. Sistem keamanan dapat bekerja dengan memperoleh pengaruh 
eksternal sistem keamanan tersebut.  
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Gambar 2. Konektivitas aplikasi android security status  
Pengguna (user) menggunakan aplikasi android security status untuk mengaktifkan sistem keamanan maka 
sistem akan aktif dan standby, apabila sistem menerima masukan (input) berupa pergerakan ataupun pintu 
dibuka secara paksa maka akan mempengaruhi sistem yaitu perubahan status (keadaan) dan akan dikirimkan ke 
aplikasi android security status (server) melalui koneksi bluetooth. Status tersebut akan dikirimkan kepada 
pengguna (user) melalui SMS. Selanjutnya pengguna dapat mengirimkan kembali instruksi/perintah untuk 
merubah rangkaian sistem keamanan pada posisi lock system. Setelah aplikasi android security status (user) 
menerima status terakhir sistem keamanan hasil dari feedback, android security status (server) akan melakukan 
panggilan pada call center keamanan yang disimpan pada aplikasi lihat Gambar 3. 
 
Gambar 3. Flowchart aplikasi android security status 
Perancangan dan pembuatan perangkat lunak aplikasi android security status menggunakan metode 
pengembangan perangkat lunak Rational Unified Process (RUP) terdiri dari empat tahap (Philippe Kruchten, 
2004) yaitu pertama fase inception sebagai fase pemodelan proses bisnis yang dibutuhkan (business modelling) 
dan mendefinisikan kebutuhan akan sistem yang akan dibuat (requirements) dengan menggunakan use case 
diagram. Kedua, fase elaboration yaitu perencanaan arsitektur sistem berupa analisis dan desain sistem yang 
akan digambarakan dengan activity diagram, class diagram, dan sequence diagram. Ketiga, fase construction 
yaitu pengembangan komponen dan fitur-fitur sistem serta implementasi (dari desain antarmuka sistem) dan 
pengujian sistem yang fokus pada implementasi pada kode program. Keempat adalah fase transition merupakan 
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Gambar 4. Use case diagram aplikasi security status 
Use case diagram diatas menjelaskan bahwa actor yang terlibat terdiri dari user (pengguna), aplikasi android 
security status, pihak call center, serta pencuri. Aktor-aktor tersebut berinteraksi dengan sistem keamanan yang 
dikenadalikan oleh aplikasi android security status. Aktor yang berada di luar sistem keamanan tersebut yaitu 
user (pengguna), pihak call center, dan pencuri. Skenario use case terdiri dari skenario buka aplikasi, tutup 
aplikasi, mulai aplikasi, sambungkan perangkat (smartphone dengan sistem keamanan), pilih nomor telepon, 
aktivasi sistem keamanan, skenario status sistem keamanan, feedback, panggilan otomatis, buka pintu dan 
skenario masuk ruangan. 
Class diagram menggambarkan tentang relasi kelas-kelas yang terlibat beserta dengan operasi yang mampu 
dilakukan oleh kelas-kelas tersebut. Adapun class diagram dalam penelitian ini dapat dilihat pada Gambar 5. 
Class diagram terdiri dari: 1) User (menggambarkan pengguna aplikasi android security status yang akan 
menerima status keamanan); 2) Call Center (kelas yang menggambarkan pihak berwajib yang dapat digunakan 
oleh user untuk dihubungi ketika terjadi gangguan terhadap sistem keamanan); 3) Status Keamanan (kelas status 
keamanan berfungsi untuk mengetahui status keamanan pada sistem); 4) Halaman Utama (kelas yang berfungsi 
sebagai halaman utama pada aplikasi android security status); 5) Splash Screen (kelas yang menampikan screen 
pembuka ketika membuka aplikasi android security status); dan 6) Menu (kelas menu menggambarkan menu 
yang dimiliki oleh aplikasi android security status). 
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Gambar 5. Class diagram aplikasi android security status 
Sequence Diagram mendeskripsikan urutan kegiatan/interaksi yang terjadi pada  use case diagram dan class 
diagram. Gambar 6 menunjukkan salah satu sequence diagram untuk sistem keamanan.  
 
 
Gambar 6. Sequence diagram status keamanan 
 
HASIL DAN PEMBAHASAN 
Interface pada aplikasi security status terbagi menjadi tampilan bantuan, tampilan utama, tampilan menu, 
tampilan about dan more. Tampilan bantuan (Gambar 7) berisi tentang tentang petunjuk penggunaan aplikasi 
security status yang disajikan dengan screenshot agar pengguna lebih mudah memahami petunjuknya dan 
mampu menggunakan aplikasi ini dengan nyaman. Petunjuk penggunaan aplikasi akan menjelaskan langkah 
demi langkah (step by step) dari mulai membuka aplikasi hingga menerima status keamanan melalui SMS 












































































 Page 322 
 
Gambar 7. Tampilan bantuan aplikasi android security status 
Tampilan utama (Gambar 8) merupakan tampilan yang utama dalam aplikasi android security status yaitu 
tampilan yang menyimpan semua informasi atau tampilan lainnya baik itu tampilan help atau tampilan menu. 
Tampilan utama ini terdiri dari header yang terdiri dari tombol menu untuk menampilkan menu, bluetooth untuk 
koneksi bluetooth, kontak untuk memilih nomor telepon, dan tombol power untuk mengaktifkan sistem pada 
maket. Bagian penting lainnya adalah bagian yang menampilkan  informasi status keamanan (prototype sistem 
keamanan) berupa teks dan gambar simulasi. 
 
Gambar 8. Tampilan utama aplikasi security status 
Tampilan menu berisi menu yang ada pada aplikasi android security status yang akan membantu pengguna. 
Menu pada aplikasi ini menggunakan slider menu yang berada disamping berupa slider (kiri) tampilan utama. 
Menu ini akan tampil ketika pengguna mengekan tombol menu pada tampilan utama. Menu itu sendiri terdiri 
dari menu help, about, dan more (lihat Gambar 9). 
 
Gambar 9. Tampilan menu aplikasi security status 
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Tampilan menu about dan more berisi tentang infromasi mengenai aplikasi mulai dari developer hingga 
tools yang digunakan dalam membuat aplikasi (Gambar 10). 
 
Gambar 10. Tampilan about dan more aplikasi security status 
Aplikasi android security status sebagai pengendali sistem keamanan berbasis arduino uno R3 yang telah 
dibuat dilakukan pengujian terlebih dahulu sebelum diimplementasikan pada sistem keamanan yang sebenarnya. 
Pengujian yang dilakukan pada aplikasi android security status menggunakan white box untuk menguji fungsi-
fungsi pada aplikasi android security status menggunakan basis path testing (Zaki Fuadi, 2016). 
Pengujian white box 
Basis path testing pada notasi flowchart digunakan untuk mengetahui jalur independen dari kode program 
aplikasi security status. Jumlah jalur independen ditentukan melalui perhitungan Cyclomatic Complexity. 
Tahapan pengujian white box yang dilakukan adalah : 
1. Menentukan Notasi Diagram Alir (flowchart) 
Notasi diagram alir (flowchart) yang ditunjukan oleh Gambar 11 dibawah merupakan notasi diagram alir 
aplikasi android security status (pada Gambar 3).  
 
Gambar 11. Notasi diagram alir aplikasi security status  
Node tersebut menggambarkan simbol-simbol yang digunakan pada flowchart aplikasi android security 
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node. Jumlah node adalah 21 dan jumlah edge adalah 28. Seluruh node yang ditunjukan pada gambar 9 
mewakili seluruh simbol pada diagram alir aplikasi android security status. 
2. Menghitung Cyclomatic Complexity 
Cyclomatic complexity digunakan dalam konteks metode pengujian basis path, maka nilai yang terhitung 
untuk cyclomatic complexity menentukan jumlah jalur independen dalam basis set suatu program. Persamaan 
cyclomatic complexity yaitu :  
𝑉(𝐺) = 𝐸 − 𝑁 + 2     (1) 
Keterangan : 
V(G)  = jumlah cyclomatic complexity 
E = jumlah edge pada notasi diagram alir 
N = jumlah node pada notasi diagram alir 
Berdasarkan notasi diagram alir pada gambar 5.1 maka diketahui E = 28 dan N = 21, jumlah cyclomatic 
complexity adalah : 𝑉(𝐺) = 28 − 21 + 2 = 9 
3. Menentukan Test Case 
Hasil perhitungan cyclomatic complexity akan menunjukan jumlah jalur independen basis set pada aplikasi 
security status. Berdasarkan hasil perhitungan diatas, maka jumlah jalur independen pada aplikasi security 
status untuk pengujian white box adalah 9 (sembilan). Jumlah jalur independen tersebut akan menentukan 
jumlah test case pada pengujian ini. Test case pada pengujian ini adalah : 
a) Jalur = 1,2,3,4,21 
Test Case I, terjadi ketika user (pengguna aplikasi) akan menghubungkan aplikasi dengan sistem 
keamanan (maket simulasi), setelah menekan tombol kontak dan Bluetooth. Hasil test case ini adalah 
Bluetooth tidak aktif. 
b) Jalur = 1,2,3,4,5,6,21 
Test Case II, terjadi ketika user (pengguna aplikasi) akan menghubungkan aplikasi dengan sistem 
keamanan (maket simulasi), setelah Bluetooth aktif akan mencari perangkat Bluetooth di sekitar. Hasil 
test case ini adalah tidak ada perangkat Bluetooth di sekitar. 
c) Jalur = 1,2,3,4,5,6,7,8,21 
Test Case III, terjadi ketika user (pengguna aplikasi) akan menghubungkan aplikasi dengan sistem 
keamanan (maket simulasi), setelah mendapatkan perangkat Bluetooth yang ada disekitar dan memilih 
bluetooh dengan nama HC-05. Hasil test case ini adalah tidak terhubung Bluetooth sistem keamanan 
(maket simulasi). 
d) Jalur = 1,2,3,4,5,6,7,8,9,21 
Test Case IV, terjadi ketika user (pengguna aplikasi) akan menghubungkan aplikasi dengan sistem 
keamanan (maket simulasi), setelah mendapatkan perangkat Bluetooth yang ada disekitar dan memilih 
bluetooh dengan nama HC-05. Hasil test case ini adalah terhubung Bluetooth sistem keamanan (maket 
simulasi) dan menampilkan pemberitahuan terhubung. 
e) Jalur = 1,2,3,4,5,6,7,8,9,10,11,10 
Test Case V, terjadi ketika user (pengguna aplikasi) mengaktifkan sistem keamanan (maket simulasi), 
setelah terhubung dengan HC-05 dan menekan tombol power warna hitam. Hasil test case ini adalah 
sistem keamanan tidak aktif. 
f) Jalur = 1,2,3,4,5,6,7,8,9,10,11,12,13,12 
Test Case VI, terjadi ketika user (pengguna aplikasi) menerima status keamanan, setelah mengaktifkan 
sistem keamanan dan memeriksa sensor-sensor. Hasil test case ini adalah status keamanan tetap. 
g) Jalur = 1,2,3,4,5,6,7,8,9,10,11,12,13,16,17,18,21 
Test Case VII, terjadi ketika user (pengguna aplikasi) menerima status keamanan, setelah mengaktifkan 
sistem keamanan dan memeriksa sensor-sensor . Hasil test case ini adalah status keamanan berubah 
secara real-time sesuai keadaan sensor, mengirim SMS status keamanan tersebut, SMS tidak terkirim. 
h) Jalur = 1,2,3,4,5,6,7,8,9,10,11,12,13,16,17,18,19,21 
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Test Case VIII, terjadi ketika user (pengguna aplikasi) menerima status keamanan, setelah menerima 
status keamanan. Hasil test case ini adalah SMS status keamanan terkirim tapi pintu maket tidak tertutup. 
i) Jalur = 1,2,3,4,5,6,7,8,9,10,11,12,13,16,17,18,19,20,21 
Test Case IX, terjadi ketika user (pengguna aplikasi) menerima status keamanan, setelah 
menerima status keamanan dan mengunci pintu maket simulasi. Hasil test case ini adalah aplikasi 
melakukan panggilan otomatis kepada call center. 
 
4. Pengujian Tesc Case 
Pengujian setiap test case terlampir berupa screenshoot. Hasil pengujian test case tersebut adalah : 
a) Test Case I 
Pada pengujian test case ini aplikasi security status tidak bisa digunakan karena bluetooh tidak aktif. 
b) Test Case II 
Pada pengujian test case ini aplikasi security status tidak menampilkan perangkat bluetooh di sekitar. 
c) Test Case III 
Pada pengujian test case ini aplikasi security status tidak terhubung dengan bluetooh sistem keamanan 
(maket simulasi) yaitu HC-05. 
d) Test Case IV 
Pada pengujian test case ini aplikasi security status terhubung dengan bluetooh sistem keamanan (maket 
simulasi) yaitu HC-05 dan menampilkan pemberitahuan terhubung. 
e) Test Case V 
Pada pengujian test case ini aplikasi security status terhubung dengan bluetooh sistem keamanan (maket 
simulasi) tapi tidak bisa mengaktifkan sistem. 
f) Test Case VI 
Pada pengujian test case ini aplikasi security status bisa mengaktifkan sistem dan status keamanan tetap 
(aman). 
g) Test Case VII 
Pada pengujian test case ini aplikasi security status  menerima perubahan status keamanan berubah secara 
real-time sesuai keadaan sensor, mengirim SMS status keamanan tersebut, tapi SMS tidak terkirim. 
h) Test Case VIII 
Pada pengujian test case ini SMS status keamanan terkirim tapi pintu maket tidak tertutup 
i) Test Case IX 
Pada pengujian test case ini aplikasi security status  melakukan panggilan otomatis kepada call center. 
Hasil pengujian test case secara lengkap ditunjukan pada Tabel 2 dibawah ini. 
Tabel 2. Hasil Pengujian Whitebox aplikasi android security status  
No Test Case 
Ketercapaian 
Ya Tidak 
1 1 2 3 4 21               √ - 
2 1 2 3 4 5 6 21             √ - 
3 1 2 3 4 5 6 7 8 21           √ - 
4 1 2 3 4 5 6 7 8 9 21          √ - 
5 1 2 3 4 5 6 7 8 9 10 11 10        √ - 
6 1 2 3 4 5 6 7 8 9 10 11 12 13 12      √ - 
7 1 2 3 4 5 6 7 8 9 10 11 12 13 17 18 21    √ - 
8 1 2 3 4 5 6 7 8 9 10 11 12 13 17 18 19 21   √ - 
9 1 2 3 4 5 6 7 8 9 10 11 12 13 17 18 19 20 21  √ - 
 
Berdasarkan hasil pengujian white box menggunakan metode basis path testing menunjukan test case 
berhasil dieksekusi minimal satu kali. 
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PENUTUP 
Simpulan  
Berdasarkan tahapan perencanaan, perancangan dan pembuatan serta pengujian yang telah dilakukan dalam 
penelitian ini, peneliti dapatmenyimpulkan beberapa hal berikut ini: 
1. Aplikasi android security status sebagai pengendali sistem keamanan berbasis arduino uno R3 dapat 
dikembangkan dengan metode RUP (Rational Unified Process), menggunakan PIR (passive infrared) dan 
sensor magnet (reed switch) sebagai sensor utama untuk mendeteksi gangguan. 
2. Aplikasi android security status dapat membantu pengguna untuk memonitor status keamanan secara real-
time dan mendapatkan informasi melalui SMS serta dapat melakukan panggilan secara otomatis kepada call 
center untuk melaporkan status keamanan agar dapat dilakukan tindakan lebih lanjut. 
3. Aplikasi android security status mampu berinteraksi dengan arduino uno R3 (mikrokontroler ATmega328) 
dengan bluetooth sebagai interface/penghubung untuk melakukan pengiriman/penerimaan data status sistem 
keamanan. 
Saran 
Dalam perancangan dan pembuatan aplikasi android sebagai pengendali sistem keamanan berbasis arduino 
uno R3 tentu masih terdapat kekurangan sehingga dapat dilakukan penelitan lanjutan, berikut adalah saran yang 
dapat disampaikan peneliti untuk tahapan selanjutnya, yaitu: 
1. Sistem keamanan yang dibangun menggunakan mikrokontroler ATmega328 dengan keterbatasan memori 
dan jumlah pin input/modul. 
2. Konektivitas data dalam penelitian ini masih menggunakan bluetooth sebagai media pengirim/penerima data, 
untuk penelitian lanjutan dapat dikembangkan dengan modul GSM untuk pengirim SMS. 
3. Penelitian lanjutan dapat menggunakan fungsi smartphone yaitu fungsi koneksi data melalui internet, 
sehingga user mampu memonitor status keamanan via internet (Internet of Things). 
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