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Práce se zabývá popisem systému IMS (IP Multimedia Subsystem) se zaměřením na 
služby, které tato architektura nabízí.  
 Obsahem teoretické části diplomové práce je podrobný popis architektury IMS, 
z hlediska jejích prvků a rozhraní. Popsán je i protokol SIP, jakožto stěžejní signalizační 
protokol, na kterém je architektura založena a protokol RTP umožňující přenos multimediálních 
dat v reálném čase. Dále jsou v práci uvedeny služby, které IMS systém přináší. 
V praktické části diplomové práce je popsán návrh a realizace služby v rámci IMS. Jedná 
se o službu na bázi klient-server. Serverová část systému je realizována jako SIP Servlet 
aplikace, která má přístup do MySQL databáze, v níž jsou uloženy záznamy o multimediálních 
souborech. Klient registrovaný v IMS síti může komunikovat s tímto SIP Servletem a požadovat 
zaslání informací o takovýchto souborech. Na základě této komunikace si klient může daný 
soubor přehrávat online ve své ICP aplikaci, popřípadě stáhnout na svůj osobní počítač a 
následně přehrát. K přehrávání a zobrazování multimediálních souborů byla použita knihovna 
JMF. Služba je realizována ve vývojovém prostředí SDS Ericsson 4.1, které umožňuje simulaci 
IMS sítě.  
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ABSTRACT  
Submitted work describes IMS (IP Multimedia Subsystem) and focuses on services 
offered by this technology. 
In the theoretical part of the thesis is a detailed description of the IMS architecture, in the 
terms of its components and interfaces. Also a SIP protocol is described as the main signalling 
protocol, which represents the basis of the IMS architecture and RTP protocol that allows the 
transmission of multimedia data in real-time. Further, there are provided services that the IMS 
system brings. 
The practical part of the work describes the design and implementation of services within 
the IMS. It is a client-server service. Server part of the system is implemented as a SIP Servlet 
application. It has access to the MySQL database, which stores records of multimedia files. 
Client registered in the IMS network can communicate with the SIP servlet sending a request for 
information on such files. Following this communication, the client can play the file in his online 
ICP application, or download it into his PC and then play. To play and view multimedia fines is 
used JMF. The service is implemented in a development environment SDS Ericsson 4.1, which 
allows simulation of the IMS network. 
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 Diplomová práce s názvem „Multimediální služby založené na IMS“ je zaměřena, jak už 
samotný název napovídá, na prostudování a popsání systému IMS (IP Multimedia Subsystem) se 
zaměřením na služby, které tato architektura nabízí. Obzvláště na přenos audio a video hovorů. 
Je potřebné se seznámit se signalizačním protokolem SIP (Session Initiation Protocol) a s 
protokoly pro přenos multimediálních dat, jako jsou RTP (Real-time Transport Protocol), RTCP 
(Real-time Transport Control Protocol).  
Praktickou částí diplomové práce je navrhnutí služby v IMS na bázi klient-server 
zaměřenou na přenos multimediálních souborů pomocí RTP. Dále vytvořit databázi sloužící jako 
úložiště multimediálních souborů, které budou klientům k dispozici pro případ, kdy neodeberou 
vysílaná data v reálném čase.  
První kapitola seznamuje s architekturou IMS, rozdělenou do čtyř vrstev (aplikační, 
řídící, transportní a vrstva koncových zařízení). Dále popisuje, na jaké požadavky byl kladen 
důraz při vývoji IMS. 
 V následující druhé kapitole je popsána architektura IMS podrobněji z hlediska entit a 
rozhraní.  
 Třetí kapitola se zabývá nejdůležitějšími protokoly využívanými v IMS technologii, 
zvláště komunikačním protokolem SIP, což je klíčový signalizační protokol IMS, na kterém je 
architektura založena. Dále kapitola popisuje i jiné protokoly pomocí nichž mezi sebou 
jednotlivé entity v IMS komunikují (Diameter, HTTP – HyperText Transfer Protocol, H.248). 
 Čtvrtá kapitola je zaměřena na přenos multimediálních dat v reálném čase. Jsou zde 
popsány protokoly, které tento přenos zaručují (RTP, RTCP, RTSP – Real Time Streaming 
Protocol) a protokoly, které řeší bezpečnost multimediálního přenosu dat (SRTP – Secure Real-
time Transport Protocol, ZRTP – Z Real-time Transport Protocol, IPsec – IP security). 
 Pátá kapitola rozepisuje služby, které IMS nabízí. Tato architektura je základem pro 
široké spektrum služeb, které mohou být klientům nabídnuty. Např. služba posílání zpráv 
v reálném čase (Instant Messaging Services), dostupnost uživatele (Presence Services), služba 
Push-To-Talk, populární on-line hry, videokonference a další. 
 Šestá a sedmá kapitola se věnuje návrhu a realizaci praktické části diplomové práce. 
Kapitoly se zabývají vytvářením požadované služby ve vývojovém prostředí SDS (Service 
Development Studio) Ericsson 4.1. Zejména registrací klienta do IMS sítě, komunikací se SIP 
Servletem, přenosem multimediálních souborů a následnému přehrávání. Dále se zabývá 
vytvářením databáze v jazyce MySQL (My Structured Query Language) a webovým rozhraním 
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pro správu a dohled nad systémovou databází, ve které bude mít SIP Servlet zpřístupněny 
multimediální soubory.  
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1 ARCHITEKTURA IMS 
První kapitola slouží k základnímu obeznámení s IMS architekturou, která je zde popsána 
z hlediska čtyř vrstvového modelu. 
IMS (Internet Protocol Multimedia Subsystem) je nový druh architektury pevných i 
mobilních telekomunikačních sítí, který umožňuje efektivně poskytovat hlasové, video a 
multimediální služby. Tato technologie, podporující mezinárodní standardy, je vysoce 
škálovatelná, zajišťuje kontrolu spojení a zaručuje vysokou kvalitu služeb i bezpečnost sítě.  
Architektura je tedy založena na širokém spektru protokolů, z nichž většina byla vyvinuta 
organizací IETF (Internet Engineering Task Force). Na jejich základě poskytuje IMS služby v 
reálném čase. Jedná se vlastně o část systému UMTS (Universal Mobile Telecommunications 
System). Dnes se můžeme setkat s UMTS, kde současně fungují dvě platformy, a to pro spínání 
okruhů a přepínání paketů. Oblast pro spínání okruhů bude postupně nahrazována komunikací 
přes IP (Internet Protocol) sítě. 
V sítích IMS je dominantním signalizačním protokolem protokol SIP a síťovým 
protokolem je IP. Architekturu IMS si lze také představit jako skupinu inteligentních SIP 
serverů, které plní doporučením stanovené funkce. Standard IMS podporuje například přístupy 
typu:  
• CDMA 2000 (Code-Division Multiple Access), 
• GSM (Global System for Mobile communications),  
• WCDMA (Wideband Code Division Multiple Access),  
• WLAN (Wireless Local Area Network) [7].   
  
1.1 Základní požadavky 
Při vývoji IMS byly kladeny požadavky zejména na [3]:  
• nezávislost přístupu, což znamená poskytování služeb přes všechny IP sítě, např. GPRS  
 (General Packet Radio Service), WLAN, DSL (Digital Subscribe Line),  
• zajištění kvality služeb QoS, kde terminály dohodnou pomocí SIP a SDP (Session 
Description Protocol) zpráv parametry spojení (např. typ média, velikost paketů, atd.),  
• schopnost sítě kontrolovat tok dat a s tím související zpoplatnění služeb,  
• podporu roamingu či spolupráce s dalšími sítěmi. 
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1.2 Vrstvy architektury IMS 
Architektura IMS se dá rozčlenit do čtyř logických vrstev, a to na vrstvu aplikační, řídící, 
















Obr. 1.1: Zjednodušená IMS architektura [6] 
 
1.2.1 Aplikační vrstva 
 Aplikační vrstva je vrstvou nejvyšší. Na této vrstvě pracují aplikační servery (AS). Tyto 
servery mohou klientům poskytnout i více aplikačních služeb najednou, například telefonování a 
zasílání zpráv [6]. Aplikační služby jsou poskytovány aplikačními servery na základě SIP 
protokolu. Implementace služeb je možná i za pomoci OSA-SCS (Open Service Access - 
Service Capability Server) serveru nebo IM-SSF (IP Multimedia - Service Switching Function).  
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1.2.2 Řídící vrstva 
Třetí vrstva v modelu IMS je řídící. Vrstva spravuje především klíčové entity CSCF (Call 
Session Control Function) a HSS (Home Subscribe Server). Tyto entity jsou popsány v druhé 
kapitole. Hlavními protokoly na této vrstvě jsou SIP a Diameter. Řídící vrstva představuje 
základní řídící funkce v IMS, např.: 
• sestavení spojení,   
• udržování spojení, 
• zrušení spojení, 
• správa mobility, 
• správa údajů pro zpoplatnění služby [6]. 
 
1.2.3 Transportní vrstva 
Transportní vrstva je vrstvou druhou, plnící funkci přenosu informace, její směrování a 
kódování. Vrstva zahrnuje směrovače či přepínače, které tvoří pozadí infrastruktury. Ta je 
založena na bázi IP a poskytuje spojení bod-bod [6]. K IP síti je možné připojit různá přenosová 
média, např. WiFi, DSL, SIP, GPRS, WCDMA. Jak je taktéž možno vidět z obr. 1.1, vrstva 
umožňuje připojit se z PSTN nebo i z jiných sítí s přepínáním okruhů přes PSTN bránu. 
 
1.2.4 Vrstva koncových zařízení 
Vrstva koncových zařízení je vrstvou nejnižší. Jak je naznačeno na obr. 1.1, tradiční 
telefonní systémy (např. analogové telefony) se musí do IP sítě připojit přes tzv. PSTN bránu. 
Počítače, mobilní telefony, digitální telefony, PDA (Personal Digital Assistant) jsou schopny se 
do IP sítě připojit přímo. 
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2 POPIS IMS Z HLEDISKA PRVKŮ A ROZHRANÍ 
Úkolem druhé kapitoly je seznámit se podrobněji s prvky a referenčními body 











































Obr. 2.1: IMS architektura z hlediska rozhraní a prvků [9] 
 
2.1 Prvky IMS 
Prvky IMS (obr. 2.1) lze rozdělit do následujících šesti skupin [7]: 
• management relací a směrování (CSCF - Call Session Control Function), 
• databáze (HSS, SLF - Subscription Locator Function), 
• služby (AS, MRFP - Multimedia Resource Function Processor, MRFC - Multimedia 
Resource Function Control), 
• entity pro vzájemnou vnitřní komunikaci (BGCF - Breakout Gateway Control Function, 
MGCF - Multimedia Gateway Control Function, IM-MGW - IMS Media GateWay, 
SGW - Signaling GateWay), 
• podpůrné entity (PDF - Policy Decision Function, SEG - SEcurity Gateway,             
THIG - Topology Hiding Inter-working Gateway), 
• funkce zpoplatnění (charging function). 
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2.1.1 CSCF (Call Session Control Function) 
 Server zpracovává SIP signalizaci a podle toho jaké funkce plní, je rozdělen na tři 
podtypy (viz obr. 2.2): P-CSCF, S-CSCF, I-CSCF. 
S-CSCFP-CSCF I-CSCF
 
Obr. 2.2: Jádro IMS a CSCF [1] 
 
P-CSCF (Proxy - Call Session Control Function)  
 P-CSCF je první bod kontaktu koncového zařízení UE (User Equipment) se sítí IMS. 
V první řadě plní funkci SIP-proxy server, na rozdíl ale od běžného SIP proxy však P-CSCF 
musí být schopné samo inicializovat a rušit SIP dialogy. 
 Jednoduše řečeno, P-CSCF je první bod sítě IMS, který zjišťuje, zdali má uživatel nárok 
na to, o co se právě snaží (typicky registrace do sítě). Dále plní funkci vytváření a udržování 
bezpečného spojení s UE, stará se o zachování integrity a utajení SIP komunikace s UE, 
případně její komprimaci [1]. Ověřuje identitu uživatele vůči síti. Může obsluhovat funkci IMS-
ALG (IMS Application Level Gateway), která má především na starost vypořádat se s NAT-
interworking, nebo s problémem rozdílných verzí IP protokolu, případně sledovat samotnou 
obsluhu klientské komunikace. 
 
I-CSCF (Interrogating - Call Session Control Function) 
 I-CSCF je prvním bodem kontaktu SIP transakcí, které přicházejí do IMS. Hlavním 
úkolem je naleznout příslušný HSS server a na základě informací z HSS následně určit příslušné 
S-CSCF, kam bude SIP požadavek dále směrovaný. V případě přicházejících transakcí najde 
správnou S-CSCF, kam bude uživatel zaregistrovaný. To se děje na základě dotazu do HSS, 
případně se spoluprácí SLF. V případě odcházejících transakcí může vystupovat jako poslední 
článek řetězce v domácí IMS síti [1]. Může obsahovat funkce IMS-ALG z podobných důvodů 
jako P-CSCF. Ale na rozhraní IMS síť/okolní svět, ne jako u P-CSCF na rozhraní IMS 
síť/uživatel.  
 23
S-CSCF (Serving - Call Session Control Function) 
 Centrální prvek IMS sítě. Vykonává dohled nad spojením, poskytuje registrační služby a 
na základě uživatelského profilu směruje SIP zprávy do příslušného aplikačního serveru. Je 
v cestě přicházejících i odcházejících SIP transakcí. 
 V jedné IMS síti se může nacházet několik S-CSCF a každý registrovaný uživatel v síti 
IMS musí být zaregistrovaný minimálně k jedné domácí IMS síti [1]. 
 
2.1.2 HSS (Home Subscribe Server)  
 HSS je databáze, která obsahuje informace o profilu uživatele, těmito informacemi se 
myslí: 
• uživatelské informace a preference služeb, 
• bezpečnostní informace, 
• informace o poloze uživatele (lokalizace), 
• identifikace uživatele, 
• čísla a adresy [7]. 
 HSS komunikuje s ostatními entitami pomocí protokolu Diameter. Uživatelská data se 
dají rozdělit na veřejná a soukromá. 
• Veřejná – k těmto datům mohou přistupovat i ostatní uživatelé. 
• Soukromá – tato data přiřazuje uživateli samotná síť a jsou využívány při registraci a 
autorizaci. 
 Zabezpečení uložených dat před nedůvěryhodnými sítěmi se zaručuje tak, že databáze 
HSS neposkytne informace o uživateli entitě S-CSCF umístěné v jiné síti. Tato ochrana je 
zabezpečována prvky P-CSCF a I-CSCF [7].  
Je možné, že síť bude obsahovat více prvků HSS, v takovém případě je nutné, aby síť 
obsahovala SLF. Taktéž je nutné, při vícenásobném výskytu entity HSS, aby informace o 





Obr. 2.3: HSS v rámci IMS [1] 
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2.1.3 SLF (Subscription Locator Function)  
 SLF je jednoduchá databáze pomáhající nalézt správný HSS, který náleží k dotyčnému 
uživateli. Jeho implementace je nepovinná a je užitečná tehdy, pokud je v IMS síti více HSS 
serverů. 
 
2.1.4 MRF (Media Resource Function) 
 MRF slouží pro převod mezi různými kodeky a získává data k analýze síti. Je tvořen 
dvěma prvky a to MRFC a MRFP. MRF je možné umístit pouze v domácí síti. 
 
MRFC (Media Resource Function Controller) 
 
 MRFC vykazuje chování jako SIP UA. Komunikuje pomocí protokolu SIP s S-CSCF a 
řídí MRFP protokolem H.248, může generovat záznamy pro vyúčtování. 
 
MRFP (Media Resource Function Processor) 
 
 MRFP zajišťuje zpracování médií (mixování toků, jejich transkódování) a chová se jako 
„Slave“ ve vztahu k MRFC, jenž je jeho řídícím prvkem. 
 
2.1.5 AS (Application Server) 
 Aplikační servery, zobrazené na obr. 2.4, poskytují služby a komunikují s IMS sítí 
(komunikují s CSCF protokolem SIP a s HSS protokolem Diameter). Tyto servery mohou 
komunikovat i mezi sebou. Rozlišujeme tři druhy AS [3]: 
• SIP AS, 
• OSA-SCS (Open Service Access – Service Capability Server), 
• IM-SSF (IP Multimedia – Service Switching Function). 
 
SIP AS (Application Server) 
 Je aplikační server, který poskytuje a spravuje IMS služby založené na SIP. Očekává se, 
že nové moderní IMS služby budou přímo vyvíjeny v SIP AS. 
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OSA-SCS (Open Service Access – Service Capability Server) 
 Server, který za pomoci standardizovaného API, dokáže zprostředkovávat komunikaci 
sítě s OSA-AS a tím je možné umístit OSA-AS i mimo síť daného operátora. 
 
IM-SSF (IP Multimedia – Service Switching Function) 
 Specializovaný aplikační server povoluje opětovné použití CAMEL (Customized 
Apllication for Mobile network Enhanced Logic) služeb, které jsou vyvinuty pro GSM v IMS. 
IM-SSF povoluje gsmSCF (GSM Service Control Fiction) ke kontrolování IMS spojení. IM-SSF 
běží jako aplikační server na jedné straně (rozhraní S-CSCF pomocí SIP) a na druhé straně běží 










Obr. 2.4: Vztah mezi různými typy aplikačních serverů [3] 
 
2.1.6 PSTN GW (Public Switched Telephony Network Gateway)  
 Umožňuje připojit zařízení z PSTN nebo z jiných sítí založených na přepínání okruhů. 
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SGW (Signalling Gateway)  
 SGW se využívá k propojení různých vnitřních signalizačních sítí. Poskytuje konverzi 
nižších protokolových vrstev. 
 
IM-MGW (IMS Media Gateway) 
 
 Poskytuje spojení mezi CS sítěmi a IMS. Jeho funkce je kontrolována pomocí MGCF. 
 
MGCF (Multimedia Gateway Control Function)  
 
 Funkce řízení médií GW podporuje spoluprácí mezi IMS a PSTN. 
 
BGCF (Breakout Gateway Control Function) 
BGCF zajišťuje bezpečné propojení s non-IMS, čili je to prvek zodpovědný za 
vzájemnou komunikaci IMS s jinými sítěmi a za bezpečnostní opatření (šifrování, obrana proti 
útokům). 
 
2.1.7 Entity GPRS (General Packet Radio Service) 
• SGSN (Serving GPRS Support Node) - spojuje rádiové rozhraní s paketovou sítí. Podílí 
se na přenosu dat mezi terminálem a GGSN. 
• GGSN (Gateway GPRS Support Node) - zajišťuje propojení s vnějšími paketovými 
sítěmi [3]. 
 
2.1.8 Podpůrné entity 
PDF (Policy Decision Function)  
 PDF zodpovídá za implementaci SBLP (Service Based Local Policy). Udržuje si 
informace o relacích zaslaných entitou P-CSCF (šířka pásma, IP adresa, port). PDF entita je 
propojena s GGSN rozhraním Go a rozhraním Gq s P-CSCF. 
 
THIG (Topology Hiding Inter-working Gateway) 
 Pomocí entity THIG je možné chránit signalizaci, probíhající uvnitř IMS před cizími 
sítěmi. Šifruje se URI (Uniform Resource Identifier) v SIP hlavičkách, které opouští domácí síť. 
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2.1.9 Funkce zpoplatnění služeb (charging function) 
 IMS podporuje dva způsoby účtování služeb využívaných uživateli, a to [3]: 
• online zpoplatnění,  
• offline zpoplatnění.  
 
2.2  Rozhraní IMS 
Na obr. 1.2 lze vidět, přes které referenční body mezi sebou jednotlivé entity architektury 
IMS komunikují (za pomoci daných protokolů SIP, Diameter, MAP, H.248, HTTP, COPS) [7]. 
Pro lepší znázornění jsou u popisu některých rozhraní využity obrázky znázorňující entity, mezi 
nimiž se rozhraní nachází. Protokolům, pomocí nichž se zprostředkovává komunikace, je 
věnována až pozdější kapitola s názvem „Protokoly využívané v IMS“. 
 
2.2.1 Rozhraní Gm, Mw, ISC, Mi, Mj, Mk, Mm, Mg, Mr (pomocí protokolu SIP)  
Rozhraní (Gm, Mw, ISC, Mi, Mj, Mk, Mm, Mg a Mr) zprostředkovávají, pomocí 
protokolu SIP, komunikaci mezi entitami v IMS. SIP protokol, jak již bylo zmíněno, je klíčovým 
protokolem architektury IMS, sloužící k sestavení, modifikaci a ukončení relací mezi dvěma a 
více účastníky v IP sítích. 
 
Rozhraní Gm 
 Rozhraní Gm je referenčním bodem mezi prvkem UE a P-CSCF (obr. 2.5). Procedury 
rozhraní Gm je možné rozdělit do tří kategorií: 
• registrace, 
• dohled na relaci, 
• transakce. 
 Během registrace posílá UE prvku P-CSCF informace potřebné pro autentizaci uživatele. 









 Rozhraní Mw je rozhraní mezi prvkem P-CSCF a prvkem I-CSCF/S-CSCF. Rozhraní 
Mw můžeme rozdělit (stejně jako u rozhraní Gm) podle vykonávaných procedur na tři kategorie: 
• registrace, 
• dohled na relaci, 
• transakce. 
 P-CSCF zasílá žádost prvku I-CSCF, který ji zpracuje a zašle entitě S-CSCF, ta následně 
zašle odpověď prvku P-CSCF. Vše probíhá přes rozhraní Mw, které je spolu s dotyčnými 






Obr. 2.6: Rozhraní Mw [9] 
 
Rozhraní ISC 
 ISC (IMS Service Control) je rozhraní pro posílání SIP požadavků a odpovědí mezi 
entitami CSCF a AS, viz obr. 2.7. Směruje SIP žádosti směrem k AS a SIP odpovědi od AS 






Obr. 2.7: Rozhraní ISC [9] 
 
Rozhraní Mi 
 Je rozhraní mezi S-CSCF a BGCF, které je využívané v případě, že entita C-CSCF 
přesměruje relaci na CS (Circuit Switched) doménu. 
 
Rozhraní Mj 
 Pokud entita BGCF obdrží signalizaci o relaci přes výše zmíněné rozhraní Mi, tak 
vyhledá vhodnou CS doménu. Jakmile je tato doména ve stejné síti, přepošle signalizaci o relaci 




 Rozhraní Mk je rozhraním mezi BGCF a jinými IMS sítěmi. Pokud entita BGCF obdrží 
požadavek o relaci pro CS doménu, která není v dané domovské síti, přepošle tuto signalizaci do 
ostatních IMS sítí.  
 
Rozhraní Mm 
 Rozhraní Mm slouží ke komunikaci s ostatními multimediálními IP sítěmi. Umožňuje 
entitě I-CSCF přijímat požadavky o spojení se SIP serverem nebo terminálem. 
 
Rozhraní Mg 
 Rozhraní Mg se nachází mezi entitami MGCF a CSCF. Umožňuje entitě MGCF posílat 
signalizace CS domény do entity I-CSCF. 
 
Rozhraní Mr 
 Mr rozhraní je používáno pro komunikaci mezi entitami S-CSCF a MRFC. 
 
2.2.2 Rozhraní Cx, Dx, Dh, Sh, Gq (pomocí protokolu Diameter)  
Rozhraní (Cx, Dx, Dh, Sh, Gq) zprostředkovávají, pomocí protokolu Diameter, 
komunikaci mezi určitými entitami v IMS. Diameter je AAA protokol (Authentication, 
Authorization and Accounting, česky autentizace, autorizace a účtovací) používaný pro přístup k 
síti nebo pro IP mobilitu. Může pracovat jak lokálně tak i v roamingu [3]. 
 
Rozhraní Cx  
            Jak je možné vidět na obr. 2.8, Cx je referenční bod, přes který se zprostředkovávají 











            Rozhraní Dx je neaktivní pokud je přítomna pouze jedna entita HSS. Pokud ale nastane 
případ, kdy dojde k vícenásobnému výskytu entity HSS, tak CSCF neví, kde jsou uložené údaje 
o uživateli. V této fázi nastane komunikace mezi entitami I-CSCF a SLF právě přes rozhraní Dx 
tak, jak je naznačeno na obr. 2.9.  
            Uživatel se metodou INVITE pokouší o navázání spojení se sítí. Entita I-CSCF 
kontaktuje přes rozhraní Dx entitu SLF s žádostí o adresu správného HSS, ve kterém je uložen 
profil daného uživatele. SLF na základě vyhledávacího mechanismu zjistí adresu správného HSS 
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 3. Přesměrování 
na HSS
 
Obr. 2.9: Rozhraní Dx [9] 
 
Rozhraní Dh 
            Z obr. 2.10 je patrné, že rozhraní Dh je rozhraním mezi AS a SLF. Rozhraní Dh je 
využíváno pro načtení adresy HSS, ve které jsou uložené informace o uživatelovi, pro použití v 
AS.  
            Pokud je v síti pouze jedna entita HSS, není toto rozhraní aktivní, neboť slouží pouze 
jedna adresa k načtení informací z HSS, proto není zapotřebí entity SLF, která na základě 
vyhledávacího mechanismu zjistí adresu správného HSS, ve kterém se informace o uživateli 














            Rozhraní Sh je referenční bod mezi entitami AS (IM-SSF využívající platformu CAMEL) a 






Obr. 2.11: Rozhraní Sh [9] 
 
Rozhraní Gq 
 Rozhraní Gq je rozhraním mezi prvky P-CSCF a PDF. První jmenovaná entita posílá 
PDF entitě informaci pro každou SIP zprávu, která obsahuje SDP protokol. Informací může být 
např. typ přenášených dat (audio, video, hlasový přenos). 
 
2.2.3 Rozhraní Si (pomocí protokolu MAP)  
Přes referenční bod Si mezi sebou komunikují entity AS a HSS za pomoci protokolu 
MAP (Mobile Application Part). Rozhraní slouží k získávání informací z HSS pro entitu AS. HSS 
si udržuje seznam AS, které můžou k jednotlivým informacím (např. získání uživatelských dat) 
přistupovat [3]. 
 
2.2.4 Rozhraní Mp, Mn (pomocí protokolu H.248)  
Rozhraní (Mp, Mn) zprostředkovávají, pomocí protokolu H.248, komunikaci mezi 
určitými entitami v IMS.  
 
Rozhraní Mp 
 Tento referenční bod tvoří rozhraní mezi prvky MRFC a MRFP. Komunikace přes toto 




 Jedná se o rozhraní mezi prvky MGCF a IM-MGW. 
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2.2.5 Rozhraní Ut (pomocí protokolu HTTP)  
Rozhraní Ut je referenčním bodem mezi entitami AS a UE, na kterém probíhá 
komunikace prostřednictvím protokolu HTTP. Toto spojení umožňuje bezpečnou správu 
informací souvisejících s AS. Protokol HTTP je jednoduchý aplikační protokol, který se dá 
využít nejen k přenosu hypertextových dokumentů a obrázků. 
 
2.2.6 Rozhraní Go (pomocí protokolu COPS)  
Referenční bod Go je definovaný v IMS z důvodu komunikace IMS s GPRS, jedná se o 
rozhraní GGSN (Gateway GPRS Support Node) a PDF (Policy Decision Function), viz obr. 




 Obr. 2.12: Rozhraní Go [9] 
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3 PROTOKOLY VYUŽÍVANÉ V IMS 
Třetí kapitola si bere za cíl seznámit se s protokoly, které IMS architektura využívá. 
Např. protokoly, pomocí nichž samotné entity mezi sebou komunikují. K takovýmto protokolům 
se především řadí protokol SIP a Diameter. Zvláště pak prve jmenovaný, protokol SIP, je zde 
podrobněji popsán, jakožto stěžejní protokol architektury IMS, sloužící k sestavení, modifikaci a 
ukončení relací mezi dvěma a více účastníky v IP sítích. Nejsou to ale pouze tyto dva protokoly, 
které jsou zaměřené na komunikaci mezi entitami. Dalšími jsou protokoly COPS, MAP, HTTP, 
H.248, atd. 
 
3.1 SIP (Session Initiation Protocol)  
Protokol SIP je určen pro spojování, rozpojování a dohled nad spojením mezi dvěma 
nebo více účastníky. Není svázán s žádnými konkrétními protokoly pro vlastní přenos 
multimediálních dat. Uvnitř zprávy protokolu SIP pro navázání spojení je proto zapouzdřena 
zpráva jiného protokolu, který specifikuje použitá kódování pro multimediální data, jejich 
parametry a čísla portů, na kterých mají být data vysílána nebo přijímána. Obvykle se pro tento 
účel používá protokol SDP (Session Description Protocol), který je rovněž textový. 
 SIP je protokol typu klient-server. Klient navazuje spojení se serverem. Jedno zařízení 
může pracovat současně jako klient i server. Například telefon pracuje jako klient pro odchozí 
volání a jako server pro příchozí volání. Zprávy protokolu SIP jsou dvojího druhu – Request a 
Response (žádosti a odpovědi) [8]. 
SIP poskytuje následující služby: 
• lokalizace uživatele – určení koncového systému pro danou komunikaci, 
• navázání spojení – stanovení parametrů pro volající a i volanou stranu, 
• dostupnost uživatele – zjištění (volitelné) dostupnosti volané strany a sledování 
přítomnosti, 
• uživatelské možnosti – určení média a jeho parametrů. 
SIP naproti tomu: 
• neprovádí management interaktivních relací po jejich navázání, 
• neumí zajistit požadovanou kvalitu služby (QoS), protože neumí upřednostňovat provoz 
ani rezervovat potřebné síťové prostředky, ale může spolupracovat s protokoly, které se 
o zajištění QoS mohou postarat, 
 34
• není protokol určený k přenosu velkého objemu dat, jako je třeba HTTP, místo toho 
přenáší pouze malý objem dat potřebných pro navázání interaktivních relací, kromě 
toho je ještě schopen přenášet krátké textové zprávy. 
 
3.1.1 Základní prvky architektury SIP 
 Základními prvky SIP architektury jsou SIP User Agent (UA) a SIP servery (lokalizační, 









Obr. 3.1: Příklad architektury SIP [8] 
 
SIP UA   
 Koncové zařízení, které obsahuje jak UAC (User Agent Client), tak UAS (User Agent 
Server). UAC generuje požadavky a přijímá odpovědi, u UAS je tomu naopak. 
 
SIP servery 
 Starají se o spojení mezi volajícím a volaným. Není však vyloučena komunikace dvou 
UA přímo mezi sebou. V SIP architektuře rozlišujeme čtyři druhy serverů, které jsou popsány 
níže. 
• Proxy server – přijímá žádosti od UA nebo jiných proxy serverů. Tyto žádosti pak dále 
předává dalším proxy serverům nebo volanému UA.  
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• Směrovací server (Redirect Server) – přijímá žádosti o spojení buď od UA nebo od 
Proxy serverů. Tyto žádosti však neposílá dál, ale naopak posílá zpět tázajícímu 
informaci, komu má žádost dále poslat tak, aby se dostala k volanému. 
• Registrační server (Registrar Server) – přijímá žádosti pro registraci UA (SIP metoda 
REGISTER). Aktualizuje svoji databázi koncových zařízení, které jsou v rámci domény 
spravovány. Pro správnou funkčnost je potřeba další druh serveru, a to lokalizační 
server [8]. 
• Lokalizační server (Location Server) – obsahuje databázi informací o uživatelích, 
serverech a branách. Zajišťuje službu zjišťování aktuální adresy volaného. 
 
3.1.2 SIP zpráva 
 Formát SIP zprávy se dá rozdělit na tři části: 
• záhlaví,  
• pole hlaviček,  
• tělo zprávy. 
 
Záhlaví 
Obsah záhlaví se mění podle toho, jestli se jedná o SIP zprávu požadavku, nebo SIP 
zprávu odpovědi. Pokud se jedná o SIP zprávu požadavku, tak se záhlaví skládá z těchto tří 
údajů: typ metody (viz kapitola 3.1.3), URI adresa (viz kapitola 3.1.5) a verze protokolu (pro 
verzi SIP 2.0 bude v této položce „SIP/2.0“). 
 Jedná-li se o SIP zprávu odpovědi, v záhlaví se objeví: verze protokolu (totožná se 
záhlavím SIP požadavku), kód odpovědi a text odpovědi (viz kapitola 3.1.4) 
 
Pole hlaviček 
 Každá SIP zpráva musí obsahovat těchto sedm povinných hlaviček [8]: To, From, Call-
ID, CSeq, Via, Max-Forwards a Contact. Jsou ale i nepovinné hlavičky, např.: Error, Event, 
Route, Allow Record-Route a mnohé další. Formát hlaviček vypadá následovně:  
Název hlavičky: hodnota hlavičky. 
 
• To: Adresa volaného.  
• From: Adresa volajícího klienta. 
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• Via: Adresa klienta, který vysílá požadavek nebo adresa serverů, přes něž požadavek 
prošel a kudy se bude vracet odpověď. 
• Call-Id: Unikátní identifikace volání. 
• Contact: Aktuální skutečná adresa klienta. 
• Record-Route: Seznam adres serverů, které chtějí dostávat veškerou komunikaci 
náležející k hovoru. 
• Route: Posloupnost adres serverů, přes které je požadavek směrován a klienta, ke 
kterému má požadavek dorazit.  
 
Tělo zprávy 
 Může obsahovat jakoukoliv textovou informaci. Ve zprávě SIP jsou zapouzdřena i data 
jiného protokolu, ve kterém jsou informace o kódování multimediálních dat, jejich parametry a 
čísla portů, na kterých jsou tato data přijímaná a vysílaná. 
 
3.1.3 Metody protokolu SIP 
 V RFC 3261 je definováno šest hlavních metod. Jedná se o metody INVITE, CANCEL, 
ACK, BYE, REGISTER a OPTIONS. Dalšími metodami jsou INFO, UPDATE, MESSAGE, 
PUBLISH, NOTIFE a SUBSRIBE [8]. Metody jsou popsány v tabulce 3.1.  
Tabulka 3.1: Metody protokolu SIP 
INVITE Slouží jako žádost pro navázání relace. 
ACK 
Používá se k potvrzování žádostí pro spojení INVITE. Spojení se naváže pouze 
v případě, když cíl, který poslal INVITE, přijme od adresáta ACK. 
CANCEL 
Používá se pro zrušení žádosti ještě před jejím potvrzením od cíle, kterému byla 
tato žádost adresována. 
REGISTER Slouží k zaregistrování IP adresy klienta na SIP servery. 
BYE Používá se k ukončení relace. 
INFO Slouží k přenosu informací o právě probíhající relaci. 
OPTIONS 
Používá se jako žádost o zaslání informací o službách, které jsou podporované 
na serveru. 
UPDATE Používá se pro aktualizaci informací o relaci. 
NOTIFY 
Pomocí této metody informuje S-CSCF jiné entity (např. AS). Metoda obsahuje 
změny, které byly vykonané při nové registraci. 
MESSAGE Tato metoda je podporou textových zpráv. 
SUBSCRIBE 
Používá se v případě, kdy AS požaduje obnovu informací z entit S-CSCF a 
HSS. 
PUBLISH 
Používá se např. ve službách sledování dostupnosti klienta pro obnovu 
informací o dostupnosti. 
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3.1.4 Odpovědi protokolu SIP 
 SIP odpovědi jsou reakce na SIP žádosti. SIP odpovědi jsou v rozmezí od 100 do 699. 
Dají se rozdělit, podle prvního čísla, do šesti tříd. Další dvě čísla upřesňují příslušnost třídy [8]. 
SIP odpovědi jsou shrnuty v tabulce 3.2. 
Tabulka 3.2: Odpovědi protokolu SIP 
1xx - Informační odpovědi 
Informuje o tom, že žádost byla přijatá a je ve 
stavu zpracování. 
2xx - Úspěšné provedení žádosti 
Informuje o tom, že žádost byla přijatá a úspěšně 
zpracovaná. 
3xx - Přesměrování 
Jedná se konečné odpovědi s informací o 
lokalizaci klienta nebo o alternativní službě. 
4xx - Chyba způsobená na straně klienta 
Jedná se negativní odpověď. Informuje např. o 
špatně napsaném požadavku, nebo o tom, že 
žádost nemůže být splněná. 
5xx - Chyba způsobená na straně serveru 
Jedná se negativní odpověď. Žádost klienta je 
správná, ale server, který ji měl zpracovat, tak 
selhal 
6xx - Globální chyba 
Odpověď na žádost, kterou není možné uskutečnit 
na žádném serveru. 
 
3.1.5 SIP URI (SIP Uniform Resource Identifier) 
Standard SIP URI je definován ve standardu RFC (Request For Comments) 3261. SIP 
URI je adresovací schéma SIP pro volání jiné osobě pomocí SIP. Jinými slovy SIP URI je 
telefonní číslo SIP uživatele. SIP URI připomíná emailovou adresu a je zapsáno v následujícím 
formátu:   
SIP URI = sip:x@y:port, 
kde „x“ značí jméno uživatele a „y“ označuje hostitele (doména nebo IP). 
 
3.1.6 Registrace SIP 
 Na obr. 3.2 lze vidět průběh registrace pomocí SIP protokolu. Registrační server přijme 
zprávu REGISTER od daného uživatele. Uživatel se zaregistrováním stane dostupný pro 
všechny klienty. Pokud je registrace úspěšná, obdrží uživatel odpověď 200 – OK. Může ale dojít 
i k negativní odpovědi 401 – UNAUTHORIZED, a to v případě, kdy se samotná registrace 
skládá z ověřování klienta. Pokud dojde odpověď 401, znamená to, že v požadavku od klienta 
chyběly nebo byly špatně vyplněné určité údaje. Odpověď 401 pak obsahuje hlavičku 
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WWWAuthenticate s výzvou na potřebné údaje pro úspěšnou registraci. Uživatel následně 









Obr. 3.2: Registrace SIP [8] 
 
3.2 SDP (Session Description Protocol) 
Pomocí SDP protokolu se přenáší detaily potřebné při navazování spojení u 
multimediálních konferencí, VoIP či jiných spojení. Účelem SDP protokolu je zprostředkování 
informací o mediálním toku v multimediálních relacích [2].  
SDP protokol může obsahovat: 
• informace o názvu a účelu relace, 
• informace o čase, po který je relace aktivní,  
• informace o seznamu médií v relaci, 
• informace o doručení,  
• informace o šířce pásma používaného relací, 
• kontaktní informace o uživateli odpovídajícího na relaci. 
 Protokol SDP je textově orientovaný a používá znakovou sadu UTF-8. SDP popis je 
složen z několika řádků následující formy:  
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<TYP>=<HODNOTA>. 
 Typem je vždy jeden znak, hodnotou může být několik řetězců znaků, oddělených 
mezerou. Například pro typ „popis média“ vypadá řádek následovně: 
m=<medium> <port> <protokol> <formát>, 
kde hodnota <medium> popisuje typ média (audio, video, text, application…), <port> definuje 
číslo portu, na kterém jsou data vysílána, <protokol> označuje transportní protokol a hodnota 
<formát> popisuje formát media (u RTP je to Payload Type) [2]. 
 
3.3 SAP (Session Announcement Protocol) 
 SAP protokol slouží k oznamování multicastových relací. Vysílač v periodických 
intervalech odesílá SAP informace na známé multicastové adresy a porty. Na těchto portech 
odposlouchávají potencionální účastníci multimediálních relací. SAP nenese žádné informace o 
počtu zúčastněných stran, pouze oznamuje, že existuje relace. Perioda vysílání SAP informací je 
nastavena na cca 4000 bit/s. 
 Při rušení relace se využívá tří metod: 
• Explicitní timeout – popis relace obsahuje časové razítko a specifikující začátek a konec 
relace. 
• Implicitní timeout – příjemce z příchozích oznámení určí periodu posílání SAP. Pokud 
mu nepřijde žádná zpráva v rozmezí 10 period nebo jedné hodiny, relace je vymazána 
s dočasné paměti příjemce. 
• Zrušení – je posílán paket o zrušení, po jehož příjmu si účastník ihned vymaže danou 
relaci z paměti [2]. 
 
3.4 Diameter 
 Diameter je AAA protokol (Authentication, Authorization and Accounting), používaný 
pro přístup k síti nebo pro IP mobilitu. Hlavní koncept tvoří základní protokol, který může být 
rozšířen pro poskytování AAA služeb novým přístupovým technologiím. Může pracovat jak 
lokálně tak i v roamingu [10]. 
 Předchůdcem protokolu DIAMETER byl protokol RADIUS. DIAMETER využívá pro 
přenos TCP (Transmission Control Protocol) nebo SCTP (Stream Control Transmission 
Protocol), což jsou spolehlivé transportní protokoly. Naopak nepoužívá transportní protokol 
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UDP (User Datagram Protocol). Zabezpečení je řešeno protokoly TLS (Transport Layer 
Security) nebo IPsec. 
 
3.5 MAP (Mobile Application Part) 
Protokol MAP byl vytvořen speciálně pro podporu služeb v mobilních sítích. Na úrovni 
tohoto protokolu jsou definovány tzv. operace, např. registrace telefonu do sítě, kontrola IMEI 
(International Mobile Equipment Identity), což je unikátní číslo přidělené výrobcem mobilního 
telefonu, dále přenos textové zprávy, atd. Tyto operace jsou dále směrem do rádiové sítě 
překládány do GSM signalizace a naopak. Každá MAP operace má svůj kód (operation code). 
 
3.6 HTTP (HyperText Transfer Protocol) 
 HTTP (je internetový protokol určený původně pro výměnu hypertextových dokumentů 
ve formátu HTML (HyperText Markup Language). Používá obvykle port TCP/80, verze 1.1 
protokolu je definována RFC 2126. V současné době je používán i pro přenos dalších informací. 
Pomocí rozšíření MIME (Multipurpose Internet Mail Extensions), umí přenášet jakýkoli soubor 
(podobně jako e-mail), používá se společně s formátem XML (Extensible Markup Language) 
pro tzv. webové služby (spouštění vzdálených aplikací) a pomocí aplikačních bran zpřístupňuje i 
další protokoly, jako je např. FTP (File Transfer Protocol) nebo SMTP (Simple Mail Transfer 
Protocol). 
 
3.6.1 Metody a odpovědi 
 Metoda určuje druh služby, kterou klient od serveru požaduje. Metoda se uvádí velkými 
písmeny. Server nemusí vždy všechny metody podporovat. Při dotazu nepodporovanou metodou 
pak vrací chybové hlášení. Metody jsou uvedeny v tabulce 3.3. 
 Tabulka 3.3: Metody HTTP protokolu 
OPTIONS Představuje dotaz na možnosti komunikace spojené s uvedeným URL. 
GET Představuje požadavek na poslání dokumentu určeného pomocí URL. 
HEAD Identická s metodou GET, server však nemusí posílat tělo odpovědi. 
POST Používá se v případě, kdy má cílový server přijmout data z požadavku. 
PUT Představuje požadavek na uložení posílaných dat pod specifikované URL na server. 
DELETE Požadavek na zrušení dokumentu na serveru. 
TRACE Metoda použitá k testování originálního serveru. 
CONNECT Spojí se s uvedeným objektem přes uvedený port. 
 41
 Odpovědi (výsledkové kódy) jsou rozděleny do pěti skupin podle své první číslice, viz 
tabulka 3.4. 
 Tabulka 3.4: Odpovědi HTTP protokolu 
1xx - informační Požadavek byl obdržen. 
2xx - úspěch Dotaz byl serverem pochopen a akceptován. 
3xx - přesměrování Klient musí provést další akce. 
4xx - klientova chyba Klient položil chybný dotaz nebo nemá oprávnění. 
5xx - chyba serveru Server není z nějakého důvodu schopen obsloužit požadavek. 
 
3.7 H.248 
 Standard H.248, je taktéž označovaný jako protokol MEGACO (MEdia GAteway 
COntrol protocol). Komunikace na bázi standardu H.248 se realizuje pomocí transakcí 
(transactions), sestávající se z vyslání žádosti obsahující určitý počet příkazů (commands) a 
z odpovědi (reply), obsahující daný počet odezev. Protokol může mít podobu jak binární, tak 
textovou. 
 Protokol MEGACO zavádí pojmy [8]: 
• Terminations – buď fyzická zakončení přípojných vedení (kanálů), nebo abstraktní a 
dočasná zakončení představující datovou strukturu pro určitou relaci. 
• Contexts – spojení mezi určitým počtem zakončení, která si mohou vyměňovat 
uživatelská data. 
• Transactions – pomocí transakcí se realizuje komunikace. 
• Messages – zprávy mohou obsahovat jednu i více transakcí. 
 Příklady příkazů jsou: 
• Add – přidání zakončení kontextu, 
• Modify – změna parametrů zakončení, 
• Substract – odebrání zakončení z kontextu, 




4 PŘENOS DAT V REÁLNÉM ČASE   
Ve čtvrté kapitole je popsána problematika přenosu dat v reálném čase. Kapitola 
obsahuje protokoly, které přenos v reálném čase zaručují. Jedná se o RTP, RTCP a SRTP. Dále 
tato kapitola informuje o tom, že je tu jistá problematika bezpečnosti přenosu dat v reálném čase. 
Jsou zde uvedeny druhy útoků na přenášená data v reálném čase a mechanismy, jak bezpečnosti 
docílit (protokoly SRTP, ZRTP a IPsec).  
Přenos datového souboru je sekvenční předávání jednotlivých paketů, do kterých je 
původní soubor určený k přenosu rozdělen, od vysílacího bodu do bodu cílového mezi 
směrovači tvořícími přenosovou trasu. Úkolem protokolu IP vrstvy síťové je: 
• vytvoření paketů na vysílací straně, 
• určení přenosové trasy, 
• znovu sestavení paketů do originálního souboru na straně cílové. 
U přenosů v reálném čase (tj. u přenosů proudových) je nezbytně nutné ještě zajistit 
rovnoměrnost toku paketů, což znamená, že časové zpoždění mezi jednotlivými pakety má být 
konstantní. Jestliže se časové odstupy mezi jednotlivými přijímanými pakety výrazně mění, 
aplikace pracující v reálném čase má nekvalitní výstup nebo dokonce může dojít k jejímu 
selhání. Zachování stejných časových odstupů mezi jednotlivými pakety multimediálního 
proudu je zásadním požadavkem na multimediální přenos v reálném čase. Naproti tomu je 
připuštěna určitá tolerance pokud se jedná o ztráty některých z paketů, vytvářejících datový 
proud. 
Multimediální data jsou značně redundantní z hlediska lidského vnímání zvuku a obrazu. 
Pokud tedy během přenosu proudu paketů dojde k "rozumným" ztrátám, interpretovaná 
informace (tj. zvuk nebo obraz) na přijímací straně se může uživateli zdát méně kvalitní, 
nicméně akceptovatelná. Pokud ale dojde k porušení časového sledu paketů, obraz se "roztrhá" a 
zvuk ztrácí zcela srozumitelnost.  
Pro přenosy v reálném čase byly vyvinuty protokoly aplikační vrstvy, které tvoří podporu  
aplikacím pro tento druh přenosu. Mezi tyto protokoly patří především: 
• protokol RTP (Real-time Transport Protocol), 
• protokol RTCP (Real-time Transport Control Protocol), 
• protokol RTSP (Real-Time Streaming Protocol). 
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4.1 RTP (Real-time Transport Protocol) 
 Nejznámějšími protokoly pro transport dat jsou TCP a UDP. S příchodem multimédií se 
ukázalo, že tyto dva nestačí, a proto byl vytvořen protokol pro přenos v reálném čase RTP. RTP 
je vlastně jakási nadstavba nad protokol UDP. RTP je protokol zajišťující na bázi IP protokolu 
podporu pro real-time multimediální přenosy. Nezaručuje doručení dat ani správné pořadí 
jednotlivých paketů, ale definuje jejich pořadová čísla, podle kterých mohou multimediální 
aplikace rozpoznat chybějící pakety. K multimediálnímu obsahu připojuje záhlaví, které kromě 
pořadového čísla paketu a jeho časové známky (pro časovou rekonstrukci datového proudu) 
obsahuje rovněž označení typu obsahu, tj. informaci o formátu multimediálního souboru, který 
tvoří obsah paketu. RTP protokol byl navržen jak pro přenosy multicastové, tak i pro přenosy 
typu unicast, a to pro jednosměrný i dvousměrný přenos. Je tedy použitelný pro aplikace 
videokonferenční i pro internetovou videotelefonii. 
 Protokol RTP využívá transport protokolu UDP. Formát datagramu obsahujícího RTP 
paket je znázorněn na obrázku 4.1. 
IP záhlaví UDP záhlaví RTP záhlaví RTP payload (multimediální data)
 
Obr. 4.1: Datagram s paketem protokolu RTP [4]   
 Formát RTP datagramu je jednoduchý a obecný, takže vyhovuje všem aplikacím 
pracujících v reálném čase (existuje pouze jeden typ zprávy RTP). Mezi typy dat RTP zprávy 
patří např.: G.721 audio, GSM audio, G.722 audio, MPEG audio, G.728 audio, H.261, MPEG-1 
a MPEG-2 video [4]. 
 
4.1.1 Architektura RTP 
 Vytvoření RTP spoje je vlastně asociací skupiny aplikací, komunikujících s RTP. Spoj je 
identifikován síťovou adresou a párem portů. Jeden port je určen pro přenos dat a druhý port je 
určen pro RTCP data. 
 Účastníkem je jeden stroj, hostitel nebo uživatel účastnící se spojení. Účastí ve spojení 
může být jednak pasivní příjem dat, vysílání dat nebo dokonce obojí, tj. příjem i vysílání. Každý 
rozdílný typ dat je přenášen jiným spojem. Například, pokud je při videokonferenci přenášen 
zvuk i obraz zároveň, je jeden spoj určen pro přenos audio dat a druhý spoj pro přenos video dat. 
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To umožňuje účastníkovi výběr typu dat, který chce přijímat, např. pokud je někdo v místě s 
nízkou šířkou pásma, může zvolit pouze příjem audio dat z konference. 




Číslo pořadíV CC PT
 Bit  0  1  2  3  4  5  6  7  8   9  0  1  2  3  4  15  16  
P X M
7  8  9  0  1  2  3  4  5  6  7  8  9  0  31
 
Obr. 4.2: Formát záhlaví datového paketu RTP [4] 
 Záhlaví datového paketu RTP obsahuje: 
• Verzi RTP protokolu (V): 2 bity. 
• Doplnění (P): 1 bit. Pokud je tento bit nastaven, je na konci paketu jeden nebo více 
bytů, které nejsou součástí užitečného obsahu. Úplně poslední byte v paketu indikuje 
počet doplněných bytů. Doplnění je využíváno některými šifrovacími algoritmy. 
• Rozšíření (X): 1 bit. Jestliže je tento bit nastaven, následuje za pevným záhlavím jedno 
rozšíření záhlaví. Tento mechanismus umožňuje vložení rozšiřujících informací do 
záhlaví RTP. 
• Počet CSRC (CC): 4 bity. Počet CSRC identifikátorů, které následují za pevným 
záhlavím. Jestliže je počet SCRC nula, je zdrojem synchronizace zdroj užitečného 
obsahu. 
• Záložka (M): 1 bit. Záložkový bit, definovaný konkrétním profilem média. 
• Typ užitečného obsahu (PT): 7 bitů. Index z tabulky profilu média, který popisuje 
formát užitečného obsahu. 
• Číslo pořadí: 16 bitů. Jedinečné číslo paketu, které popisuje pozici paketu v pořadí 
paketů. Číslo paketu je inkrementováno po každém odeslaném paketu. 
• TIMESTAMP: 32 bitů. Vyjadřuje moment odebrání vzorku prvního bytu užitečného 
obsahu [4]. 
 45
• SSRC: 32 bitů. Identifikuje synchronizační zdroj. Jestliže je počet CSRC roven nule, je 
zdroj užitečného obsahu zdrojem synchronizace. Jestliže je CSRC nenulové, SSRC 
identifikuje mixér. 
• CSRC: 32 bitů každý. Identifikuje zdroje přispívající do užitečného obsahu. Počet 
přispívajících zdrojů je určen polem počtu CSRC (CC). Celkem může být 16 
přispívajících zdrojů. Jestliže je více přispívajících zdrojů, je výsledný užitečný obsah 
sloučením těchto zdrojů. 
 
4.1.2 Vlastnosti RTP 
• RTP zajišťuje spojení mezi koncovými body pro real-time data. 
• RTP neposkytuje žádný mechanismus, který zaručí doručení dat a jejich doručení včas, 
takže vyžaduje podporu nižších vrstev. 
• RTP poskytuje časová razítka a číslování, pro sestavení dat. 
• RTP/RTCP poskytuje mechanismu zjišťování a řízení parametrů spojení na základě 
informací z vysílačů a přijímačů. 
• RTP je pouze rámcem, který slouží pro implementace jednotlivých aplikací a je 
otevřený pro nové formáty dat. 
 
4.2 RTCP (Real-time Transport Control Protocol) 
 Zatímco RTP neposkytuje žádný mechanismus k zajištění včasného doručení nebo k 
poskytnutí záruky jiné kvality služeb (QoS), jsou tyto mechanismy poskytovány kontrolním 
protokolem (RTCP), který umožňuje sledování kvality distribuce dat. RTCP také poskytuje 
kontrolní a identifikační mechanismus pro přenosy RTP. 
 RTCP je řídící protokol určený pro spolupráci s protokolem RTP aby přenášel mezi 
účastníky spojení informace o jeho kvalitě. Je standardizován v RFC 1889 a RFC 1890. RFC 
1889 definuje tyto typy RTCP paketů: 
• RR (receiver report) – Jsou generovány účastníky, kteří nevysílají a obsahují informace 
o doručovaných datech jako nejvyšší číslo doručeného paketu, počet ztracených paketů, 
kolísání zpoždění paketů při průchodů sítí (jitter) a časové známky k výpočtu času 
doručení (round-trip time). 
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• SR (sender report) – Jsou generovány aktivními vysílači a jejich součástí oproti RR je 
navíc ještě sekce informací o vysílači, která obsahuje informace o inter-mediální 
synchronizaci, celkové počítadla paketů a zaslaných dat. 
• SDES (source description items ) – Obsahují informace popisující zdroje dat. 
• BYE – Odhlášení se účastníka. 
• APP – Specifická funkce aplikace. 
 RTCP pakety jsou slučitelné a jsou zasílány jako skupina minimálně dvou paketů (report 
paket a paket popisu zdroje) [4]. 
 
4.3 RTSP (Real-Time Streaming Protocol)  
 RTSP podporuje efektivní průběh proudových multimediálních přenosů. Jedná se o 
aplikační protokol typu klient-server, který definuje mezi stranami klient a server [4]: 
• metody pro vytvoření spojení, 
• metody pro správu spojení, 
• metody pro odesílání požadavků na určité multimediální objekty. 
 Protokol RTSP lze po stránce funkčnosti přirovnat k protokolu HTTP. Protokol RTSP 
zajišťuje transport multimediálních zdrojů, podobně jako HTTP zajišťuje transport HTML 
dokumentů. 
 
4.4  Protokoly pro zabezpečení přenosu dat v reálném čase  
Hlasové i obrazové streamy se v IP sítích přenášejí pomocí protokolu RTP, který jako 
transportní protokol používá UDP. Aby měla vysílací strana informace o kvalitě přijímaného 
proudu, příjemce v pravidelných intervalech odesílá pomocí RTCP zprávy obsahující potřebné 
informace parametrech spojení. Protože audio a video přenosy jsou velmi citlivé na zpoždění 
(delay) a kolísání zpoždění (jitter), nesmí žádná metoda, kterou budeme zabezpečovat data (ať 
již z hlediska utajení nebo integrity) nijak významně ovlivňovat tyto parametry (tzn. zpoždění a 
jitter). Existují tři standardizované kryptografické protokoly, které vyhovují tomuto zadání. 
Jedná se o protokoly SRTP, IPsec a ZRTP. 
 
4.4.1 Druhy útoků 
 Útoky na obsah přenášených dat nebo na autentizační údaje mohou být následující [11]: 
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Falešné informace 
 Falešné informace jsou útoky, které při komunikaci vytvářejí zavádějící nebo falešné 




 Útočník se snaží přerušit spojení např. zničením hardware zařízení, vymazáním 
programu, či úmyslným zahlcením sítě. 
Nevyžádané spojení 




Jedná se o útoky, kdy se útočník snaží zachytávat signalizační nebo multimediální data a 
následně analyzovat jejich obsah. Při tomto útoku nedochází k modifikaci přenášených dat. 
 
Zachytávání a modifikace 
  Při tomto útoku získá neoprávněná osoba nejen přístup k přenášeným mediálním a 
signalizačním datům, ale také tohoto přístupu využije k pozměnění přenášených dat. 
 
Krádež služby 
  Útoky zaměřené na modifikaci účtovacích údajů na straně poskytovatele služeb. Zahrnují 
i nezákonné používání placených služeb. 
 
Zneužití služeb 
  Jedná se o útoky, které zneužívají komunikačních služeb. 
 
4.4.2 SRTP (Secure Real-time Transport Protocol) 
 Tento protokol představuje rozšíření RTP. Základním cílem je pro RTP a RTCP pakety 
zajistit utajení, autentizace a ochranu proti útokům, kdy dochází k opakovaným přehráním zpráv. 
O utajení se stará moderní algoritmus AES (Advanced Encryption Standard), který nijak 
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nezvětšuje velikost přenášených dat. Data jsou na druhé straně zvětšena o autentizační hlavičku, 
která každý paket navýší o 10B. 
 
4.4.3 ZRTP (Z Real-time Transport Protocol) 
Protokol ZRTP nabízí mechanizmus vytvářející vysokou úroveň entropie při výměně 
klíčů (Diffie-Hellmanův algoritmus) na základě výpočtu několika utajovaných hodnot. A to 
včetně krátkého autentizačního řetězce, který je nahlas přečten volajícími stranami. Spočtená 
společná sdílená utajovaná hodnota je použita pouze jednou, její část je však uložena pro 
budoucí spojení. 
 
4.4.4 Sada protokolů IPsec (IP security) 
 Namísto použití protokolu SRTP nebo ZRTP lze k zabezpečení přenosu multimediálních 
dat použít sadu protokolů IP security (IPsec), které zabezpečují komunikaci na úrovni síťové 
vrstvy, tj. zabezpečují jednotlivé IP datagramy. Tyto protokoly jsou nezávislé na vyšších 
protokolech TCP/UDP. IPsec vznikl jako součást IPv6, ale později byl navržen i pro IPv4.  
IPsec definuje dva režimy zabezpečení IP datagramů [11]: 
• Transportní režim - šifruje pouze datovou část IP datagramu. 
• Tunelovací režim - V tunelovacím režimu je zapouzdřen a chráněn celý IP datagram. 
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5 SLUŽBY IMS 
 IMS umožňuje kombinováním aplikací vytvářet nové služby nebo obohatit stávající 
komunikační možnosti přidáním další dimenze jako je video, obraz či hudba. S IMS je také 
možné nabídnout stejnou službu prostřednictvím různých přístupových sítí a různých koncových 
zařízení (mobilní telefon, televize, PC). Moderní multimediální služby na bázi IMS přinášejí 
osobnější komunikaci. Zákazníky sbližuje především interakce, kdy lidé jsou si skoro tak blízcí 
jako při vzájemném osobním zážitku. Služby zajišťují snadnou komunikaci přes různá média 
jako hlas, text, obrázky a video, nebo jejich kombinaci. 
 Mezi služby IMS patří služby založené na posílání zpráv v reálném čase (Instatnt 
Messaging Services), služba sledování dostupnosti uživatele (Presence Services), služba PoC 
(Push-to-Talk over Cellular), online hry, IPTV, videokonference a další. Uvedené služby se dají 
mezi sebou různě kombinovat, služby se stále vyvíjí a vytváří se nové.  
Nutné dodat, že uživatel požaduje, aby mu byla poskytnuta určitá kvalita služby (Quality 
of Service - QoS). Někdy se používá také termín výkonnostní charakteristiky ve stejném 
významu. Úspěšnost z pohledu uživatele významně závisí na kvalitativních charakteristikách 
komunikace přes počítačovou síť. Proto se tato pátá kapitola zabývá právě i QoS. 
 
5.1 QoS (Quality of Service) 
 QoS je schopnost sítě zajišťovat lepší služby vybraným přenosům prostřednictvím 
různých technologií. Jinými slovy je to vlastnost sítě, pomocí které je možné rozlišovat mezi 
různými třídami přenosů a chápat je diferencovaně [2]. 
 
5.1.1 Rozdělení kvality služeb podle různých kritérií 
 Kvalita služeb závisí na těchto několika veličinách, jako je dostupnost služby, zpoždění, 
odchylky ve zpoždění, propustnost a ztrátovost paketů. Mechanismy používané pro zajištění 
QoS jsou potom cíleny zejména na aplikace vyžadující [2]: 
• malé odchylky ve zpoždění – video, 
• nízkou ztrátu paketů – video, 
• malé zpoždění – hlas. 
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5.1.2 Parametry QoS 
 Kvalita služeb představuje kombinaci různých parametrů podle obr. 5.1. Každá služba je 
jinak citlivá na tyto parametry. Například pro přenos videa a hlasu jsou nároky velmi vysoké, pro 





Obr. 5.1: Parametry QoS [2] 
 
Propustnost (throughput) 
 Propustnost je definována maximální možnou dlouhodobou zátěží linky (maximální 
počet paketů přenesený v určitém časovém intervalu). 
        
Ztráta paketů 
 Ztráta paketů může nastat například z důvodu zahlcení směrovačů a nemožností 
směrovačů obsloužit v jeden okamžik velké množství příchozích paketů. Dále taky díky 
přerušení linky atd. 
 
Zpoždění (delay) 
 Zpoždění je doba, kterou trvá přenos paketu od zdroje k cíli. Zpoždění máme 
následujících typů: 
• Zpoždění kódováním a paketizací – pevná hodnota. 
• Zpoždění při přenosu – pevná hodnota. 
• Zpoždění ve frontě na odbavení – dynamicky měnící se hodnota. 
• Zpoždění při přepínání v síti – dynamicky měnící se hodnota. 
 
Kolísání zpoždění (jitter) 
 Vzniká hlavně z důvodu rozdílu v délkách front v souvislosti se zahlcením sítě a 
rozdílech ve frontových mechanismech. Kolísání zpoždění je nežádoucí u hlasových služeb, u 
kterých je potřeba vysílat a přijímat každých 20 ms jeden paket. 
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5.2  Posílání zpráv v reálném čase  
 Instant messaging (IM) je služba, umožňující svým uživatelům sledovat, kteří jejich 
přátelé jsou právě připojeni, a dle potřeby jim posílat zprávy, chatovat, přeposílat soubory mezi 
uživateli a jinak komunikovat. Hlavní výhodou oproti používání např. e-mailu spočívá v 
principu odesílání a přijímání zpráv v reálném čase. Jinými slovy, zpráva je doručena ve velmi 
krátké době od odeslání, většinou v rámci stovek milisekund. 
 Instant messaging zrychluje komunikaci a umožňuje snadnou spolupráci mezi více lidmi. 
Na rozdíl od e-mailu nebo telefonu druhá strana ví, zda je účastník k dispozici či nikoliv. Většina 
IM systémů umožňuje nastavit away message, tedy zprávu podle které lze zjistit, zda je uživatel 
přítomen přímo u svého počítače. Na druhou stranu uživatele nikdo nenutí, aby na zprávy 
odpovídali ihned. Tímto způsobem se IM komunikace stává méně vyrušující než třeba telefon a 
to je částečný důvod, proč je tento způsob komunikace stále více oblíben. Instant messaging je 
ideální pro rychlou výměnu internetových adres, kusů zdrojového kódu a dalších věcí, které se 
např. v telefonní komunikaci špatně přenášejí. 
 
5.3 Sledování dostupnosti uživatele  
 Jedná se o službu identifikace stavu a schopnosti komunikace uživatele (Presence 
Service). Pomocí této služby může uživatel zjistit definovaný stav ostatních uživatelů. Stejně tak 
oni mohou zjistit jeho stav. Informace o stavech účastníků jsou uchované v prezenčním serveru. 
 Např. pokud chce uživatel kontaktovat druhého, tak předtím, než bude navazovat spojení, 
uvidí status dotyčného, který např. značí, že není právě z nějakého důvodu dostupný, a proto je 
mnohem menší šance, že se mu podaří navázat spojení. 
   
5.4 PoC (Push-to-Talk over Cellular) 
 Díky funkci PoC mohou být mobilní telefony použity jako vysílačky, a nabídnout tak 
okamžitou komunikaci pouhým stisknutím tlačítka. Klíčem k širokému přijetí je ovšem právě 
interoperabilita. Koncoví uživatelé chtějí mobilní telefony s funkcí PoC používat v libovolné síti 
na světě a nestarat se o to, zda jsou sítě vzájemně kompatibilní.  
 Dne 16. března 2004 ohlásily společnosti Ericsson, Motorola a Siemens první společné 
testy interoperability (styková funkceschopnost) technologie „Push-to-Talk over Cellular“ 
(PoC). Testy měly operátorům sítí zajistit snadnou integraci, interoperabilitu a především 
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konkurenční prostředí pro spuštění komerčních služeb PoC.  Uživatelům to poskytlo jednoduché 
a bezproblémové použití technologií Push-to-Talk. 
 Technologie Push-to-Talk over Cellular se podobá komunikaci pomocí vysílačky. Je to 
prostředek pro rychlou komunikaci mezi jednotlivými uživateli i skupinovou komunikaci. Místo 
vytáčení čísla stačí stisknout tlačítko, které na displeji vyvolá tzv. „buddy list“ (seznam přátel), a 
vybrat osobu, s níž chcete mluvit. Po dalším stisknutí tlačítka vás příjemce ihned uslyší. 
 Vytvářet lze i skupinové hovory, tzn., že zprávu uslyší najednou všechny osoby uvedené 
na seznamu přátel, podobně jako při telefonické konferenci. Není proto nutné posílat SMS nebo 
volat každému příjemci zvlášť, pouhým stisknutím tlačítka je docíleno toho, že zpráva bude 
poslána přímo celému okruhu osob. 
   
5.5 Online hry 
Jedny z nejčastěji používaných služeb v mobilních telefonech jsou hry různých typů. Ale 
tyto hry mohly být hrány pouze v offline verzi, a to ještě pro jednoho hráče. Pokud však chtělo 
hrát více hráčů proti sobě, musela daná hra být naprogramována např. pro komunikaci přes 
bluetooth. Technologie IMS však nabízí nové odvětví pro mobilní telefony, a to online hry.  
 
5.6 IPTV 
Dalším typem moderní služby pro mobilní telefon je IPTV neboli televize přes 
internetový protokol. Digitální signál televize je šířen pomocí IP protokolu přes počítačové sítě. 
Samotný videoobsah je komprimovaný použitím kodeků MPEG-2 či MPEG-4. Na jeho přehrání 
dostačuje 3G telefon a odpovídající připojení. Součástí IPTV je služba VoD (Video on Demand), 
což je služba videa na požádání. Je to vlastně služba videotéky, kdy se přihlášením na server po 
prozkoumání katalogu nabízených filmů, může daný film přehrát, kdykoliv přehrávání přerušit a 
dodívat se jindy. 
 
5.7 Videokonference 
Videokonference je moderní způsob komunikace, který se stále častěji využívá v řadě 
oborů. Přenáší se při něm obraz i zvuk, účastníci si během přenosu mohou vyměňovat také různě 
zpracovaná a upravená data. V nejjednodušší variantě mohou tuto technologii využít dvě osoby, 
které místo obyčejného telefonního přístroje použijí videotelefon. Existuje však široká škála 
zařízení, která umožňují do videokonferencí zapojovat podstatně větší počet účastníků a 
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připojovacích bodů. Do videokonference se mohou zapojit i stovky lidí, které technicky vysoce 
kvalitní přenos budou sledovat v sálech na promítacích plátnech a velkoplošných projektorech. 
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6 NÁVRH VLASTNÍ SLUŽBY A JEJÍ POŽADAVKY 
Šestá kapitola se zabývá samotným návrhem praktické části diplomové práce. Jedná se o 
vytvoření služby IMS, kterou mohou klienti registrovaní v IMS síti využívat. Služba je 
vytvářena ve vývojovém prostředí SDS 4.1 Ericsson. Jde o multimediální službu na bázi    
klient-server, kdy je umožněno klientovi pracovat s audio a video soubory. Tato multimediální 
data jsou k dispozici v databázi vytvořené v jazyce MySQL. Klient navazuje po úspěšné 
registraci komunikaci se SIP Servletem, který přistupuje pomocí ovladače JDBC 
k multimediálním souborům uložených v databázi. Klient tedy nemá přístup k databázi, ale může 
požádat SIP Servlet, aby mu zaslal seznam audio a video souborů, popřípadě obrázků, které se 
v ní nachází.  
Pokud klienta některý soubor zaujme, může požádat server o zahájení vysílání dat, aby 
mohl daný soubor odebírat v reálném čase. O přenos dat se stará protokol RTP, pracující nad 
transportním protokolem UDP. Tok RTP dat řídí protokol RTCP. Dalším způsobem jak přehrát 
daný soubor je stažení z HTTP serveru. V takovémto případě si klient stáhne vybraný soubor na 
svůj disk. Následně si může multimediální soubor přehrát. Jedná-li se o obrázek, tak takovýto 
soubor lze zobrazit. Pro přehrávání a zobrazování multimediálních souborů je využita knihovna 
JMF (Java Media Framework). 
Klient má tedy na výběr ze dvou možností. Buď multimediální data odebírat v reálném 
čase, kdy jsou předem domluvené parametry přenosu mezi dvěma koncovými uzly. Data si 
klient může za pomoci vyrovnávací paměti ihned přehrávat ve své klientské aplikaci nebo může 
stáhnout vybraný soubor na svůj lokální disk a následně přehrát či zobrazit. 
 V reálném životě se dá tato služba demonstrovat například tak, že student nestihl či nešel 
na přednášku, rozhodl se ji sledovat online na internetu. Student tedy sleduje pohodlně 
přednášku ze svého domova. Pokud by si ale spletl čas, kdy přednáška začíná a přihlásil se 
později, kdy už přednáška je u konce, může si záznam z této přednášky stáhnout například ze 
školního serveru. 










AS a HTTP server
Aplikace pro správu 
databáze
 
Obr. 6.1: Příklad topologie pro využití navržené služby 
 
6.1 Vývojové prostředí SDS 4.1 Ericsson 
Požadovaná služba na bázi klient-server je realizována ve vývojovém prostředí SDS 4.1 
Ericsson. Toto prostředí lze zdarma stáhnout a následně nainstalovat z webové stránky 
http://www.ericsson.com/developer/sub/open/technologies/ims_poc/tools/sds_40. Předtím je 
však nutné se zaregistrovat. 
 Při instalaci balíčku od firmy Ericsson se nahrají emulátory serverů a terminálů, 
simulátor IMS sítě. Celé vývojové prostředí je založeno na Eclipse IDE. Jako operační systém 
byl zvolen OS Windows XP, pod kterým je výsledná služba v rámci IMS tvořena a ozkoušena. 
 Při zvolení OS Windows Vista Home Premium je nutné před samotnou instalací 
vývojového prostředí vypnout nástroj Řízení uživatelských účtů. Postup je následující: Start > 
Ovládací panely > Uživatelské účty > Zapnout nebo vypnout nástroj Řízení uživatelských účtů. 
Nástroj Řízení uživatelských účtů (UAC) pomáhá předcházet neoprávněným změnám v počítači. 
Sice se doporučuje ponechat tento nástroj zapnutý pro zvýšení ochrany v počítači, ale v 
takovémto případě se nenainstaluje služba IMS Client Platform (ICP), která je nutná ke 
správnému chodu klientské aplikace. Bez této služby nelze přihlásit klienta do sítě IMS.  
 Instalace vývojového prostředí SDS 4.1 Ericsson je podrobně popsána v dokumentu od 
firmy Ericsson, viz [14].  
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6.1.1 Nastavení DNS 
V nastavení DNS serveru je potřeba vytvořit nový záznam, který přiřadí doménovému 
jménu multimedia.ericsson.com IP adresu 127.0.0.1 a port 5060, což je adresa aplikačního 
serveru spuštěném na počítači. Toto nastavení lze provést v záložce DNS (viz obr. 6.2). K chodu 
aplikací je nutné entitu DNS spustit, to je možné následovně: SDS > Server > DNS > Start DNS. 
Spouštění této entity je zobrazeno na obr. 6.3.  
 
Obr. 6.2: Konfigurace DNS serveru 
 
 
Obr. 6.3: Spuštění entity DNS 
 57
Kromě DNS serveru je nutné ve vývojovém prostředí SDS Ericsson 4.1 spustit také 
CSCF entitu. Na obr. 6.4 lze vidět spouštění entity CSCF (SDS > Server > CSCF > Start 
CSCF). 
 
Obr. 6.4: Spuštění entity CSCF 
 
6.1.2 Nastavení HSS 
 Na kartě HSS lze nadefinovat filtrační kritéria SIP zpráv, které mají být určeny pro 
navázání spojení s aplikačním serverem. V případě vytvořeného projektu, je potřeba nastavit filtr 
SIP zpráv pro počáteční spojení s aplikačním serverem, jehož URI je 
sip:multimedia.ericsson.com, na SIP zprávu typu MESSAGE (viz obr. 6.5 a 6.6).  Vytvořený 
filtr musí být přiřazen na záložce „Service Profile“ nově vytvořenému služebnímu profilu, 
pojmenovaného například MultimediaProfile. Tento služební profil je v poslední záložce „User 
Profile“ přidělen vytvořeným uživatelským profilům.  
 




Obr. 6.6: Nastavení filtračních kritérií pro vytvoření spojení s AS – Service Point Trigger 
 Definice uživatelských profilů je vidět na obr. 6.7. Každému uživateli je v této záložce 
navíc přiřazena veřejná identita (SIP adresa), soukromá identita a heslo.  
 
Obr. 6.7: Definice uživatelských profilů 
 SIP adresy a hesla pro vytvořené uživatele jsou následující:  
• sip:alice@ericsson.com heslo: alice 
• sip:bob@ericsson.com  heslo: bob 
• sip:roman@ericsson.com  heslo: roman 
• sip:petr@ericsson.com  heslo: petr 
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6.2 Java SIP Servlet 
Java SIP Servlet je API určené k vývoji Java aplikací založených na protokolu SIP 
běžících na straně serveru. Specifikace SIP Servlet byla vytvořena tak, aby se co nejvíce blížila 
specifikaci HTTP Servlet. Podobně, jako HTTP Servlet slouží k ošetření HTTP požadavků 
například vygenerováním nové webové stránky, tak SIP Servlet slouží ke zpracování SIP žádosti 
a vytvoření SIP odpovědi. SIP Servlety jsou na aplikačních serverech nejčastěji spouštěny jako 
reakce na příchozí požadavek od klienta. Na straně serveru může být vytvořeno i několik 
instancí SIP Servletu, jejichž počet je většinou dán počtem připojených klientů. V případě, kdy 
je nutné synchronizovat přístup více klientů ke sdíleným zdrojům, jako jsou například databáze, 
je lepší mít vytvořenou v daném okamžiku pouze jednu instanci SIP Servletu, aby nedocházelo 
ke kolizím. Bohužel toto řešení má za následek snížení výkonu serveru při větším množství 
přístupů, protože klienti musejí čekat ve frontě, než se na ně dostane řada. Postup vytvoření a 
spuštění SIP Servletu je popsán v dokumentaci [15]. 
Aby bylo na aplikačním serveru GlassFish možné spouštět SIP Servlet aplikace, je tento 
server rozšířen o projekt Sailfin. Ten mu přidává SIP Servlet kontejner, který právě spouštění 
SIP Servlet aplikace na AS umožňuje. 
 
6.3 Systémová databáze MySQL 
 MySQL je multiplatformní relační databáze [15]. Komunikace s ní probíhá pomocí 
jazyka SQL. Podobně jako u ostatních SQL databází se jedná o dialekt tohoto jazyka s některými 
rozšířeními. Pro svou snadnou implementovatelnost (lze jej instalovat na Linux, MS Windows, 
ale i další operační systémy), výkon a především díky tomu, že se jedná o volně šiřitelný 
software, se stala jednou z nejpoužívanějších databází. Často nasazovaná je kombinace MySQL, 
PHP a Apache jako základní software webového serveru.  
 Databázový systém MySQL je možné stáhnout v balíčku XAMPP 1.7.2 na webové 
stránce http://www.apachefriends.org/en/xampp-windows.html. Tento balíček obsahuje kromě 
MySQL verze 5.1.37 následují aplikace: 
• Apache 2.2.12 + OpenSSL 0.9.8k, 
• PHP 5.3.0, 
• phpMyAdmin 3.2.0.1, 
• Webalizer 2.21-02 + GeoIP lite, 
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• FileZilla FTP Server 0.9.32, 
• msmtp 1.4.17. 
Pro správný chod služby v rámci IMS je nutné mít spuštěný Apache server a databázový 
systém MySQL. Spustit tyto dvě položky je možné v kontrolním panelu XAMMP (obr. 6.8). 
 
Obr. 6.8: Kontrolní panel XAMPP 
 
6.4 JMF (Java Media Framework) 
JMF je multimediální knihovna pro jazyk Java, která umožňuje přehrávat, zaznamenávat 
a streamovat multimediální data. Tato knihovna není standardní součástí JDK a je nutné ji 
dodatečně doinstalovat, a to z internetové stránky 
http://java.sun.com/javase/technologies/desktop/media/jmf/2.1.1/download.html.  
Stejně tak je možné doinstalovat kodeky, které nejsou po naistalování JMF dostupné. 
Jedním z takovýchto je např. kodek pro MPEG-1 Audio Layer 3 (MP3). Ten je možné 
doinstalovat z http://java.sun.com/javase/technologies/desktop/media/jmf/mp3/download.html. 
Dostupné kodeky lze zobrazit z menu přehrávače JMStudio (je součástí JMF). Z menu File > 
Preferences > karta Plugins > podkarta Codec. 
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Pro vývoj je určen balík javax.media. Jeho hlavní součástí je třída Player reprezentující 





7 REALIZACE A STRUKTURA VLASTNÍ SLUŽBY V IMS 
Kapitola v pořadí sedmá se zabývá vytvořením a strukturou aplikací a databáze, které 
tvoří vlastní službu v IMS. Dále popisuje webové rozhraní sloužící pro správu a dohled nad 
databází. Konec kapitoly je věnován ovládání klientské aplikace, skrze kterou uživatel 
zrealizovanou službu využívá. 
 
7.1 Popis databáze Multimedia 
Byla vytvořena databáze s názvem „Multimedia“, kterou tvoří tabulka „Soubory“. 
Naplněnou tabulku „Soubory“ multimediálními soubory je možné vidět na obr. 7.1. 
 
Obr. 7.1: Náhled na vytvořenou a naplněnou tabulku „Soubory“ 
 Tabulka „Soubory“ je tvořena pěti sloupci, a ty obsahují následující informace: 
• ID - jedinečný identifikátor, 
• nazev - název multimediálního souboru, 
• typ - obsahuje informaci o tom, jakého formátu je daný soubor, 
• nahrano - uvádí datum a čas, ve kterém byl soubor do databáze uložen, 
• velikost - číslo v kB vyjadřující skutečnou velikost multimediálního souboru. 
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Obr. 7.2: Diagram databáze „Multimedia“ 
 
7.2 Webové rozhraní pro ukládání dat do databáze 
Webovou stránku je nutné nahrát standardně do složky C:\xampp\htdocs. Následně je 
možné požadovanou webovou stránku zobrazit ve webovém prohlížeči po vložení odkazu 
http://localhost/aplikace/.  
Webové rozhraní bylo vytvořeno pro administrátorskou činnost, kdy administrátor skrze 
rozhraní ukládá multimediální soubory do databáze. Z této databáze může klient registrovaný 
v síti IMS obdržet seznam souborů, na jehož základě může daný multimediální soubor přehrávat 
„online“ nebo si soubor stáhnout a následně či později přehrát. Jedná-li se o obrázek, tak 
takovýto soubor si klient může po stáhnutí ze serveru zobrazit. Náhled na webové rozhraní bez 
předchozího naplnění databáze je možné vidět na obr. 7.3. 
 
Obr. 7.3: Webové rozhraní – nenaplněná databáze 
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Pomocí tlačítka „Procházet“ lze vybrat multimediální soubor, který je následně možné 
tlačítkem „Nahrát soubor“ uložit do databáze. Naplněná databáze skrze webové rozhraní je 
zachycena na obr. 7.4. Webové rozhraní obsahuje aktuální výpis souborů z databáze. Kromě 
názvu a typu souboru je zde vypsána i velikost daného souboru v jednotkách kB. Dále datum a 
čas, kdy byl soubor do databáze uložen. Akce „smazat“ slouží k odebrání multimediálního 
souboru ze systémové databáze a smazání z adresáře „soubory“, do kterého se soubor nahraje při 
ukládání. 
 
Obr. 7.4: Webové rozhraní – naplněná databáze 
 
7.3 SIP Servlet MultimediaServlet 
Úkolem vytvořeného SIP Servletu je zprostředkovat přístup do MySQL databáze 
vzdáleným klientským aplikacím, se kterými SIP Servlet komunikuje skrz IMS síť. SIP Servlet 
je uložen v kontejneru aplikačního serveru GlassFish doplněný o projekt SailFin. Pokud dojde na 
port 5060 aplikačního serveru SIP zpráva typu žádosti, pak je tato zpráva předána SIP Servlet 
aplikaci, která tuto zprávu určitým způsobem zpracuje a vytvoří na ní odpověď.  
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SailFin lze spustit nejlépe v prostředí SDS tak, že se spustí vytvořená SIP Servlet 
aplikace, v našem případě se jedná o aplikaci MultimediaServlet (Run As > Run on Server). 
Spuštěný SailFin je zachycen na obr. 7.5.  
 
Obr. 7.5: Sailfin spuštěn 
Vytvořený SIP Servlet s názvem MultimediaServlet přistupuje pomocí ovladače JDBC 
k databázovému systému MySQL, respektive k vytvořené databázi Multimedia. JDBC ovládač 
MySQL Connector/J ve verzi 5.1.11 je určený právě pro aplikace vyvíjené v Javě a je zdarma 
dostupný na internetové adrese: http://dev.mysql.com/downloads/connector/j/. Po stáhnutí 
ovladače je nutné jej zkopírovat do adresáře, kde je nainstalován aplikační server GlassFish. 
V případě výchozí instalace vývojového prostředí SDS Ericsson 4.1 se jedná o adresář 
C:\Ericsson\SDS4.1FD1\Simulators\sailfin\lib.  
 
7.3.1 Struktura aplikace MultiediaServlet 
UML diagram SIP Servlet aplikace je zobrazen na obrázku 7.6. Hlavní třídou aplikace je 
třída MultimediaServlet, která je potomkem třídy SipServlet, díky čemuž je možné aplikaci 
umístit a spustit na aplikačním serveru.  
 
Obr. 7.6: Struktura aplikace MultimediaServlet 
 
Třída MultimediaServlet obsahuje metodu doMessage, která je určena k přijímání SIP 
požadavků typu MESSAGE od klientských aplikací. Pokud je SIP adresa příjemce zprávy 
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nastavena na hodnotu sip:list@multimedia.ericsson.com, SIP Servlet vytvoří novou SIP zprávu 
typu MESSAGE, kterou pošle zpět klientovi. Obsahem této zprávy je seznam uložených souborů 
na webovém serveru.  
Seznam souborů je posílán ve formátu značkovacího jazyka XML. Pro převod načtených 
záznamů z MySQL databáze do tohoto formátu slouží metoda getDocumentAsXml. Tato metoda 
ze záznamů uložených v databázi vytvoří XML dokument ve formě textového řetězce, který je 
vložen do těla odesílané SIP zprávy. 
 
7.4 Klientská aplikace MultimediaKlientAP 
Klientská aplikace je vytvořena jako ICP projekt a je ji možné spustit na běžném PC. Je 
vytvořena jako ICP projekt z důvodu větších tvůrčích možností. Pro takovouto aplikaci je 
například větší prostor pro návrh a realizaci grafického rozhraní využívaného klientem. Je zde 
možnost navrhnout rozsáhlejší službu.   
Po přihlášení do IMS sítě může klient navázat spojení se SIP Servletem a pomocí SIP 
zprávy navzájem komunikovat. Tímto je umožněn přístup uživatele do systému pro práci 
s multimediálními soubory. Komunikace mezi klientskou aplikací a SIP Servletem probíhá 
prostřednictvím značkovacího jazyka XML. 
 
7.4.1 Struktura aplikace MultimediaKlientAP 
Klientská aplikace se nejprve zaregistruje do IMS sítě s profilem nastaveným v systému. 
Tento profil obsahuje nastavení spojení včetně uživatelského účtu. Tento uživatelský účet je SIP 
adresa ve tvaru sip:name@server. 
Po zaregistrování do IMS sítě může klientská aplikace požádat příslušný SIP Servlet (v 
našem případě sip:list@multimedia.ericsson.com) o zaslání seznamu multimediálních souborů, 
které jsou dostupné na HTTP serveru. Po zobrazení tohoto seznamu si uživatel může zobrazit 
informace o souboru, včetně jeho typu, data nahrání na server a jeho velikosti. 
 S daným souborem může klient provést několik akcí. Jakýkoliv soubor si může stáhnout 
na lokální disk a následně si ho zobrazit (v případě obrázku) nebo přehrát (audio a video soubor). 
Audio a video soubory může také přehrávat pomocí datového proudu přímo ze serveru, kdy se 
soubor zaráz ukládá do vyrovnávací paměti i přehrává. UML diagram aplikace 
MultimediaKlientAP je možné vidět na obr. 7.7. 
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Hlavní třída aplikace je MultimediaKlient obsahující statickou metodu main, která ovšem 
pouze vytváří objekt třídy KlientGUI, která reprezentuje hlavní okno (dědí od JFrame) a 
obsahuje seznam souborů (JList), ovládací tlačítka a stavový řádek, ve kterém se zobrazují 
informace o souborech, resp. některá chybová hlášení. Tato třída deleguje třídu KlientICP, která 
komunikuje skrze IMS síť se SIP Servletem. V obsluze příslušných ovládacích tlačítek jsou 
vytvářeny objekty MediaPlayer pro vytvoření multimediálního přehrávače a HttpDownloader 
pro vytvoření HTTP přenosu. Přenos multimediálních souborů ze serveru ke klientovi probíhá 
pomocí bezstavového protokolu HTTP. Po získání seznamu multimediálních souborů klient zná 
název stahovaného souboru a může vytvořit spojení se serverem.  
 
Obr. 7.7: UML diagram aplikace MultimediaKlientAP 
Třídy pro práci se sítí jsou obsaženy v balíku java.net. Pro vytvoření spojení slouží 
metoda URL.openConnection, která vrací objekt reprezentující spojení a v případě použití 
protokolu HTTP vrací objekt třídy HttpUrlConnection, která disponuje několika specifickými 
metodami oproti obecné třídě UrlCOnnection. 
Pro přenos dat jsou použity datové proudy uložené ve vyrovnávací paměti (třída 
BufferedInputStream a BufferedOutputStream), přičemž přenos probíhá s velikostí bloku 4kB. 
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Tento HTTP přenos je zapouzdřen ve třídě HttpDownloader, jejímuž konstruktoru se předá 
URL. Pokud je URL vadný, je vyvolána výjimka MalformedURLException. Samotný přenos se 
zahájí voláním metody download. Třída dědí od třídy JFrame a po dokončení stahování zobrazí 
text o tomto informující.  
Pro vytvoření přehrávače se použije statická metoda Manager.createPlayer, a poté volání 
Player.realize, popřípadě statická metoda Manager.createRealizedPlayer, které se předá URL 
dat k přehrávání. Pro zachytávání událostí od přehrávače, např. spuštění přehrávání, pozastavení 
přehrávání, je nutné z rozhraní ControllerListener implementovat metodu ControllerUpdate. 
Pokud je potřeba přehrát lokální soubor, jako protokol se použije file://.  
Během přehrávání si přehrávač dokáže data načítat předem do vyrovnávací paměti 
(buffer) a není tedy potřeba udržovat celou dobu přehrávání. V klientské aplikaci je tato třída 
zapouzdřena ve třídě MediaPlayer, která zároveň poskytuje podporu zobrazování obrázků. Třída 
MediaPlayer dědí od třídy JFrame a lze ji tudíž používat jako klasické „swing“ okno. Použití 
této třídy je přímočaré, do konstruktoru se jí předá MIME typ dat k zobrazení a jejich URL a 
následně je možné okno s přehrávačem zobrazit voláním metody setVisible. 
 
7.4.2 Grafické rozhraní 
Grafické rozhraní bylo vytvářeno pomocí Visual Java Eclipse GUI studia. Toto studio 
není v základní instalaci vývojového prostředí SDS. K využití tohoto studia je nutné provést 
online instalaci a to tak, že v SDS vybereme help > Software updates. Zde se vloží následující 
odkaz http://download.eclipse.org/tools/ve/updates/1.4/. 
Rozhraní slouží pro komunikaci s uživatelem aplikace pomocí grafických prvků (tlačítek, 
ikon, seznamů, atd.) tak, jak je běžné v dnešních operačních systémech s grafickým rozhraním. 
Jazyk Java nemůže využívat přímo všech prostředků konkrétního operačního systému. Proto 
bylo třeba vytvořit abstraktní uživatelské rozhraní, které bude možné implementovat na všech 
platformách. Takové prostředí se jmenuje AWT (Abstract Windows Toolkit), které obsahuje 
základní prvky uživatelského rozhraní. Od verze JDK 1.2 je k dispozici nové prostředí Swing, 
které je graficky i funkčně propracovanější a obsahuje více uživatelských prvků.  
Na obr. 7.8 lze vidět náhled na grafické rozhraní klientské aplikace MultimediaKlientAP.  
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Obr. 7.8: Grafické rozhraní aplikace MultimediaKlientAP 
 
7.4.3 Přihlášení klienta do IMS  
V oddíle Start > Ovládací panely > IMS Setting > karta Profile Manager >  
Configuration > User profil je možné nastavit profil uživatele, který se do IMS sítě přihlásí (viz 
obr. 7.9).  
 
Obr. 7.9: User Profile Roman 
Samotné přihlášení daného uživatele do IMS sítě se provede restartováním ICP služby. 
Restart ICP je možné provést následovně: Start > do příkazového řádku napsat „services.msc“ > 
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vybrat službu IMS Client Platform a restartovat ji. Klient se přihlašuje do sítě IMS pomocí 
metody REGISTER.  
Zdali síť zaslala odpověď 200 OK, a tím došlo k úspěšnému přihlášení do IMS sítě, se dá 
ověřit ve vývojovém prostředí SDS, a to: Provisioning > Registrar (viz obr. 7.10) nebo v IMS 
Setting > karta Profile status (viz obr. 7.11).  
 




Obr. 7.11: Status Registered 
SIP metoda REGISTER, sloužící pro přihlášení do sítě, je znázorněna na obr. 7.12. Lze 
například vyčíst hodnota Expires, která je nastavena na hodnotu 3600, což je hodnota 
v sekundách, značící dobu, po kterou zůstane klient v síti přihlášený (3600 s = 1 hodina).  Při 




















Obr. 7.12: SIP zpráva REGISTER 
 
7.4.4 Zaslání seznamu multimediálních souborů 
Po přihlášení do IMS sítě je umožněno klientovi využívat vytvořenou službu. Jeho 
prvním úkolem je metodou MESSAGE požádat SIP servlet MultimediaServlet o zaslání seznamu 
multimediálních dat nacházejících se v databázi. Zaslaný seznam v klientské aplikaci lze vidět na 
obr. 7.13. Uživatel žádá o seznam pomocí tlačítka „Aktualizace seznamu“. 
 
Obr. 7.13: Aplikace MultimediKlientAP 
REGISTER sip:ericsson.com SIP/2.0 
Max-Forwards: 70 
Supported: path 






Authorization: Digest username="roman@ericsson.com",realm="ericsson.com",nonce="", 
uri="sip:ericsson.com",response="" 




Via: SIP/2.0/UDP 127.0.0.1:5070;branch=z9hG4bK23926.7e12.1fab 
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Na obr. 7.14 je zobrazena SIP zpráva typu MESSAGE, v jejímž těle byla přenesena 
informace ve formátu značkovacího jazyka XML. Je to zpráva zaslaná klientovi, která přenáší 





















Obr. 7.14: SIP zpráva MESSAGE s multimediálním seznamem 
MESSAGE sip:roman@127.0.0.1:5070 SIP/2.0 
Max-Forwards: 68 









































7.4.5 Signálový tok komunikace Klient – IMS – SIP Servlet 
Na obr. 7.15 je zachycena celková SIP komunikace mezi klientem, IMS sítí a SIP 
Servletem. Komunikace je zachycená pomocí funkce Visual Trafic Flow, kterou vývojové 
prostředí SDS nabízí. 
 
Obr. 7.15: Signálový tok komunikace Klient – IMS – SIP Servlet 
Přihlášení probíhá spuštěním či restartováním ICP služby. Je zaslána SIP zpráva typu 
REGISTER. Při úspěšném přihlášení odpovídá IMS sít zprávou 200 OK. Následně Klient žádá 
metodou MESSAGE síť IMS o seznam multimediálních dat uložených v databázi. Síť metodou 
MESSAGE zažádá o tento seznam SIP Servlet. Ten odpoví síti zprávou 200 OK. Ta zašle 
odpověď 200 OK klientovi. Seznam je metodou MESSAGE zaslán klientovi skrze IMS síť. 
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Klient odpoví 200 OK síti IMS, ta 200 OK zašle SIP Servletu. Při Zastavení služby ICP dojde 
k odhlášení klienta ze sítě IMS. To se stane pomocí metody REGISTER. Síť IMS vyhoví 
klientovi, zašle odpověď 200 OK.  
 
7.4.6 Ovládání aplikace MultimediaKlientAP 
Aplikace umožňuje dvě základní služby. Jednou je možnost sledování vybraného souboru 
online, druhou možností je stáhnutí vybraného multimediálního souboru, ten je uložen do 
vybrané složky. Takovýto soubor je pak možné klientskou aplikací přehrát pomocí JMF. 
Aplikace umí přehrát, popřípadě zobrazit tři druhy souborů, a to videa, audia a obrázky. 
Zobrazení obrázků 
Na obr. 7.16 lze vidět klientskou aplikaci, které byl SIP Servletem zaslán seznam 
souborů uložených v databázi. Uživatele zaujal obrázek ve formátu jpg. V takovémto případě, po 
označení dané položky v seznamu, se zaktivuje tlačítko „Stáhnout“. Tímto tlačítkem je možné 
z HTTP serveru stáhnout vybraný obrázek klientovi na jeho osobní počítač. Tlačítka 
„Zobrazit/přehrát“ a „Přehát online“ jsou neaktivní. Prvé jmenované tlačítko se zaktivní 
úspěšným přenosem vybraného souboru. Druhé tlačítko zůstává neaktivní, neboť obrázky nelze 
přehrát online, tlačítko slouží pouze pro práci s audio a video soubory.  
 
Obr. 7.16: Vybraný obrázek z multimediálního seznamu 
 
Úspěšnost přenosu je potvrzena otevřením okna, které je znázorněno na obr. 7.17. 
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Obr. 7.17: Potvrzení úspěšného přenosu 
Nyní je možné obrázek přehrát, a to tlačítkem „Zobrazit/přehrát“, které se právě zaktivní 
při úspěšném přenosu z HTTP serveru. Naopak tlačítko „Stáhnout“ se stane neaktivním. 
Obrázky se zobrazují v klientské ICP aplikaci pomocí knihovny JMF. Ukázka zobrazení obrázku 
hora lze shlédnout v příloze A.   
 
Přehrávání audio souborů 
Na obr. 7.18 lze vidět klientem vybraný audio soubor ze seznamu. Při označení tohoto 
souboru (v našem případě zvukového formátu typu audio/wav) se zaktivní tlačítko „Stáhnout“, 
které má stejnou funkci jako u obrázkového souboru. Je možné soubor stáhnout a přehrát. Dále 
se zaktivní tlačítko „Přehrát online“, které umožní klientovi za pomoci proudového přenosu 
přehrát online daný soubor z HTTP serveru. Při přenosu nedochází k uložení souboru na disk, 
ale ten je ihned za pomoci vyrovnávací paměti přehráván na straně uživatele. Výhoda je zřejmá 
v případech, kdy audio soubor uložený v databázi přesahuje svojí velikostí například 1GB. 
Klient nemusí čekat určitý čas, než doje ke stažení souboru na disk, aby si ho mohl přehrát. 
Soubor při přehrávání online nezabírá místo na disku. Ukázka přehrávání online audia souboru 
je zachyceno v příloze A.  
 
Obr. 7.18: Označení audio souboru 
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Přehrávání Video souboru 
Funkce přehrávání videa souboru v klientské aplikaci je na stejném principu jako u 
přehrávání audia (ukázka v příloze A). Na základě seznamu si klient vybírá video soubor, který 
ho zaujme podle jeho vlastností. Jak je možné vidět na obr. 7.19, označená položka v seznamu je 
typu video/mpeg, soubor byl nahrán na server pomocí webového rozhraní ve dne 27.04.210, v 
čase 06:23:43. Velikost videa je 5124.096 kB. 
 


















Diplomová práce se zabývala problematikou IMS. Tato síť byla nastudována a popsána 
z hlediska entit a prvků. Byl popsán protokol SIP, jakožto stěžejní signalizační protokol 
architektury IMS. Dále pak protokoly pro přenos multimediálních dat v reálném čase, jmenovitě 
protokol RTP a RTCP.  
Praktická část diplomové práce spočívala v návrhu a realizaci služby na bázi           
klient-server ve vývojovém prostředí SDS 4.1 Ericsson, které umožňuje vyvíjet a testovat 
aplikace využívajících služeb v IMS. 
Byla vytvořena klientská ICP aplikace MultimediaKlientAP. Klient se skrze aplikaci 
registruje do IMS sítě, následně může navázat spojení se SIP Servletem (aplikace 
MultimediaServlet), který přistupuje do vytvořené databáze MySQL pomocí JDBC ovladače. 
Databáze slouží jako úložiště multimediálních souborů. Pro správu a dohled nad vytvořenou 
databází s názvem Multimedia, slouží webové rozhraní vytvářené pomocí jazyka PHP. Spojení 
klient – SIP Servlet umožňuje uživateli vyžádat si seznam souborů uložených v databázi a na 
základě tohoto zaslaného seznamu v jazyce XML vybrat soubor, který ho podle jeho vlastností 
zaujme (název, formát, velikost, čas nahrání do databázového systému). Je-li vybrán některý 
soubor, lze jej stáhnout z HTTP serveru a přehrát v klientské aplikaci pomocí knihovny JMF. 
Další možností je přehrát ho online přímo ze serveru. Tento proudový přenos má výhodu v tom, 
že klient nemusí čekat, než se soubor uloží, aby ho mohl přehrát, což je výhodné, zvláště pokud 
má soubor velikost například 1GB.  
V reálném životě se dá tato služba demonstrovat například tak, že student nestihl či nešel 
na přednášku, rozhodl se ji sledovat online na internetu. Student tedy sleduje pohodlně 
přednášku ze svého domova. Pokud by si ale spletl čas, kdy přednáška začíná a přihlásil se 
později, kdy už přednáška je u konce, může si záznam z této přednášky stáhnout například ze 
školního serveru a přehrát kdykoliv dle svého uvážení. 
Je nutné dodat, že služba měla původně pracovat s protokolem RTP. Přenos v reálném 
čase ve výsledné službě není realizován. RTP přenos se v SDS prostředí spíše používá mezi 
dvěma klientskými aplikacemi, například pro přenos hlasu. Požadovaná aplikace ale měla být na 
bázi klient-server. SIP Servlet ani HTTP server nemůže vysílat RTP data, což byl jeden 
z hlavních důvodů, proč byl RTP přenos nahrazen proudovým přenosem, pro který byl využit 
Apache server (HTTP server).  
Bylo by možné sestrojit ještě jednu ICP aplikaci. Jedna by byla pro klienty a druhá by 
byla sestrojená jako serverová (například konzolová) aplikace. Ta by byla pořád registrovaná v 
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IMS. Pomocí SIP metody INVITE by bylo ujednáno spojení mezi aplikacemi. Po takto 
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A. UKÁZKY KLIENTSKÉ APLIKACE 
Zobrazení obrázků 
Obrázky se zobrazují v klientské ICP aplikaci pomocí knihovny JMF (viz obr A.1).  
 
 
Obr. A.1: Zobrazení obrázku v klientské aplikaci 
 
Přehrávání audio souborů 
Za pomoci proudového přenosu dochází k online přehrávání z HTTP serveru (obr A.2).  
Při přenosu nedochází k uložení souboru na lokální disk, ale ten je ihned za pomoci vyrovnávací 




Obr. A.2: Přehrávání online audio souboru 
 
Přehrávání Video souboru 
Funkce přehrávání videa souboru v klientské aplikaci je na stejném principu jako u 
přehrávání audia. Na obr. A.3 lze vidět přehrávání souboru typu video/mpeg po předchozím 















B. OBSAH PŘILOŽENÉHO CD 
CD obsahuje:  
• elektronickou verzi diplomové práce,  
• zdrojové kódy aplikací MultimediaKlientAP a MultimediaServlet,  
• vytvořenou databázi Multimedia, 
• PHP aplikaci pro správu databáze. 
 
 
