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Abstract

Ne po jetojm në një epokë ku faktori kohë është shumë i rëndësishëm. Për të kursyer kohën gjatë
aplikimit të dokumentave menduam se si ta realizojm një sistem mjaft inteligjent që të ketë
menaxhim dhe grumbullim sa më të lehtë të dokumentave.
Duke i kombinuar komponentet mekatronike arritëm të krijojm sistemin për menaxhimin e
dokumentave personale dhe kështu kursyem kohën dhe hapësirën tonë.
Ky projekt është punuar me mjaft kujdes se si do të veprojn komponentet mekatronike në këtë
sistemet që ne do ti integrojm në kombinim me një USB speciale ku ne e emërtuam USBDocument. Përdorimi i Buton panikut në USB është përdorur për ti bllokuar dokumentat në rast
rreziku si dhe të bëhët informimi i policis në rast të rrezikut. Fingerprint përdoret në USBDocument që të ketë një kontroll mjafte rezultuese, duke ditur se leximi i vijave papilare është i
rëndësishëm në identifikimin tonë pasi që është një gjë unike te secilido përson. Face
Recognition përdoret për të siguruar mënyrën e hapjes së USB-Document pasi që është një
sistem i cili rezulton saktësin, dhe duke diture se pjesët e fytyrës ku përqendrohet ky sisitem për
të identifikuar nuk ndyshojn edhe me plakjën tonë pavarsist nga emocionet e shprehjës së
fytyres. Ndërsa Speech Recognition u përdore për të shfrytëzuar edhe zërin tonë që për të njëjtën
arsye që hapja e USB-Document të jetë sa me e sigurt duke arritur kombinimi e këtyre sistemeve
pasi që në rast se dështon njëra në saktësin, atëhër tjetëra të mos dështoj dhe të pamundësoj
keqpërdorimin e USB-Document nga keqëbërsit.
Software-i për këtë sistem do të krijohet në mënyre të till që në çdo aplikacion të ketë qasje
online dhe që çdo organe shtetëror të ketë formën e vetë të aplikimit

.
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Falenderimet

Do te doja te filloja falenderimin se pari per krijuesin tone Allahun e madhenueshem qe na dha
mundesin te mesojm dhe te kuptojm shkencat tona.
Menjeher do te doja te falenderoja familjen time per perkrahjen dhe mundesin qe me dhan te
studioje ne nje universitet prestigjioz siq eshte Universiteti per Biznes dhe Teknologji. Gjithashtu
nje falenderim i madhe i taknon edhe te fejuares time, e cila me perkrahi dhe me mbeshteti ne
cdo hap timin dhe ne cdo sukses qe une kam arritur.
Falenderim dhe per te gjithe ata qe me jepen dijen e tyre qe une te ngritem e te zhvillohem ne
aspektin arsimor e edukativ, duke filluar nga mesuesja ime zonja Ganimete Meka, e deri tek ju
profesore te nderuar.
Gjate shkollimin time une pata edhe shoke dhe nuk do te doja kursesi te shkruaja kete teme e
mos te ju le vend edhe atyre per nje falenderim qe ju takon per cdo kohe qe e kaluam se bashku.
Falenderimi gjithashtu i takon edhe IPKO Foundation qe na dha mundesin qe me dijen tone te
arrijem bursat te cilat do ti mbulonin 80% te shumes qe ne paguajm per nje vite shkollimi.
Nuk me lejon ndergjegjja ime te harroj Z.Dr.Edmond Hajrizin te mos i falenderohna per punen
qe ka bere dhe qe me zotesin e ti per here te pare ne Kosove, na mundesoj te studiojm edhe ne si
studentet tjere ne mbar boten, duke hapur drejtimin e Mekatroniken ne Universitetin per Biznes
dhe Teknologji.
Tani e ka rendin per nje falenderim te veqant personi i cili me dijen e ti me udhezoj dhe me
perkrahi ne punimin e kesaj teme te diplomes per nivelin bachelor, mentori ime Dr.Muzafer
Shala.
Ju kerkoj ndjes te gjithe atyne qe nuk i kam permendur ne kete leter falenderimin sepse une e di
qe nuk do te me dilet nje leter te perfshija te gjithe ata qe e meritojn nje falenderim por ju them
faleminderit te gjitheve.
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1.0 Hyrje
Në ditët e sotme ne po jetojmë në një epokë ku teknologjia po avancon pothuajse çdo ditë. Gjatë
aplikimit për disa dokumenta më lindi kjo ide.
Ideja ka të bëje me grumbullimin e dokumentave dhe menaxhimin e tyre në mënyre të
digjitalizuar. E ku mund të jetë grumbullimi dhe menaxhimi i tyre më mirë se sa në një USB në
të cilën do të integrohen edhe sistemet intelegjente. Këtë USB po e quajm USB Documents.
USB-Document do të posedojë një buton paniku, një fingerprint e po ashtu do të krijohet një
pajisje e cila do të përmbajë kamerën për detektim (face recognition) dhe e inçizimin e sintezës
së zërit (speech recognition) dhe përmes këtyre do të kompletohet procesi i hapjes së USB
document.
Po mundohemi ta spjegojmë sa më kjartë këtë ide rreth menaxhimit të dokumentave.
Secili insitut prej të cilit lëshohet dokument do ta ketë edhe formën e aplikimit të veçantë e cila
formë rregullohet përmes një softueri i cili duhet të dizajnohet.
Fillimisht kjo USB-Document është menduar të ketë një GPRS të integruar, mirëpo, duke ditur
dëshirën e njerëzimit që mos të jenë të përcjellur në çdo hap, është menduar butoni i panikut
përmes të cilit do të bëhet lidhja me GPRS vetëm nga personi i cili është në rrezik dhe që e shtyp
butonin e panikut. Atëherë për të ditur vendndodhjen e personit shfrytëzohet GPRS dhe
lokalizohet nga ana e policisë së vendit. Gjithashtu me aktivizimin e butonit të panikut
automatikisht do ti bllokoni të dhënat tuaja të cilat i posedoni në USB-Document për menaxhim
dhe grumbullimin e dokumentave. Për të aktivizuar një buton paniku është e ditur se nevojitet një
burim i energjisë (tension) dhe këtë burim do ta marrim nga një bateri e integruar në USBDocuments, e cila bateri është me mundësi të rimbushjes në momentin e aktivizimit në aparatin
special, p.sh: documat ose pc.
Për të qenë një menaxhim sa më i sigurtë i dokumentave menduam ti aplikojmë disa metoda për
hapjen e USB-Documents e ato janë: fjalëkalimi, fingerprint, sinteza e zërit (speech recognition)
dhe detektimi me sistemin e image procesing (face recognition) . Arsyeja pse po aplikojmë disa
metoda të ndryshme është se në rast se dështon njëra dhe mund të vijë deri te keqpërdorimi
atëherë tjetra nuk do ta lejojë keqpërdorimin sepse nuk do të ketë përputhje me hapin paraprak
d.m.th e gjithë kjo filozofi është e ndërtuar hap pas hapi, pasi që dokumentat i takojnë një pjese
mjaft senzitive të shoqërisë.
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Në USB-Document do të jenë dokumentat që nga dita e parë e jetës suaj, e që këto dokumenta
janë: raportet mjekësore qysh nga raporti i pare, çertifikata e lindjes, çertifikata e vdekjes,
letërnojftimi, patentshoferi, pasaporta, dokumentat kadastral, pronësia, e dokumenta të tjerë. Deri
në moshën 18 vjeç janë prindërit ata që kujdesen për USB-Documents, ndërsa për personat e
moshuar mund të kujdesen personat e autorizuar nga vetë personi.
E mira është që mund ta përdorim këtë USB dokument edhe si kartelë bankare kudo në botë
vetëm me anë të një konfigurimi të përputhshëm me të dhënat tuaja personale bankare.
Kjo ide do të gjente implementim në të gjithë botën e civilizuar dhe do të jepte raporte të kjarta
statistikore mbi bazat e popullsisë që edhe regjistrimi i popullatës të jetë sa më real kudo në botë.
Gjithashtu përmes saj mund të bëhet edhe votimi.
1.1 Problemi
Në këtë USB-Document janë përdorur disa sisteme për të bërë sa më të sigurte qasjen në të. Te
ne si qellimi kryesor është që hapja në USB-Dokument të bëhet përmes sistemeve biometrike të
cilat bazohen në veҫori e pandryshueshme tek secili njeri, gjithashtu një arsyje e veҫant është për
përdorimin e butonit të panikut ku përmes ti ne mund ti bllokojm të gjithë dokumentat në qast
dhe të përdorim si thirje emergjente gjë që do të duhet të mundësohet nga implementimi i GPRSit në këtë sistem. Qasja në softuer do të na mundëson aplikimin në aplikacione të ndryshme për
dokumenta. Një ndër karakteristikat e këti sistemi është që do të mirëmbahet dhe kontrollohet
serveri nga ushtria.
1.2 Vështrimi i Aplikacionit për USB Documents
Aplikacioni ndërvepron me përdoruesit përmes një ndërveprimi me softuer. Gjatë aplikimit ju
mund të zgjedhni se për çfarë dokumenti ju keni nevojë të aplikoni dhe nga cili organ shtetëror.
Gjatë aplikimit ju mund të bëni edhe gabime mirëpo ne kemi menduar se si t'ju ndihmojmë duke
pasur të dhënat tuaja të regjistruara në softuer ju nuk mund të lejoheni të bëni gabime, p.sh:
Emrin , Mbiemrin, Gjininë, Moshën, etj. Gabimi do të shfaqet në pjesën e poshtme të hapësirës
ku keni gabuar me ngjyrë të kuqe dhe deri sa ju ta keni përmirsuar aplikacioni nuk realizohet.
Nëse ju nuk mund ta zgjedhni problemin me 3 tentime atëherë do t’ju shfaqet kursori për ndihmë
dhe ndihma do t’ju përkrahë për një zgjidhje të drejtë.
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1.3 Objektivi dhe qëllimi i këtij raporti
Qëllimi i kësaj pune ishte që ta zbatojë idenë dhe të jetë funksionale e po ashtu edhe e
pranueshme nga të tjerët. USB-Document duhet të trajtojë të gjithë popullsinë njësoj dhe të mos
humbin kohë rreth menaxhimit të dokumentave, e nevojshme është vetëm të aplikosh. Ky raport
kryesisht fokusohet në implementimin e idesë. Pasi të jetë i miratuar ky sistem për menaxhim të
dokumentave dhe grumbullim e tyre do të shfaqen hapësirat reklamuese në TV, Internet, Radio
per 1 (një) vit vazhdimisht.
1.4 Avantazhet dhe Disavantazhet

Ky sistem deri më tani nuk është implementuar nga askush dhe patjeter që ky sistem i ka të mirat
dhe të këqijat e tij, që mendojmë se janë:
Avantazhet:
Në raport me sistemet tjera ekzistuese ky sistem të ofron siguri më të madhe të mirëmbajtjes së
dokumentave. Gjithashtu ju kursen edhe kohën që ju do ta kishit humbur gjatë aplikimit për
dokumenta të ndryshëm duke rrezikuar edhe humbjen e punës.
Avantazh tjetër i këtij sistemi është se hapësirën që keni zënë me dokumenta nuk keni nevojë të
bëni më, nuk ju duhen kasafortat speciale për ti siguruar dokumentat tuaj. Gjithashtu kërkimi i
dokumentit është më i shpejtë, më pak kërkon kohë për të shpenzuar.
Avantazh tjetër është që nga ky sistem mund të mirren të dhënat nga shteti për numrin e
popullsisë, shkallën e natalitetit dhe mortalitetit, numrin e personave që votojnë, numri i votave
është më efikas dhe më i shpejtë, pa keqpërdorimin e tyre nga personat e ndryshëm.
Avantazhi tjetër është se në rast se ju humbni USB dokument, ju mund ta paraqisni dhe
parandaloni keqpërdorimin e saj, ku tanimë ju aplikoni për USB dokument prim.
Psh. ju keni numrin personal në USB dokument 001, atëherë USB dokument prim është 001'
identike me 001.
Disavantazhet:
Në raport me sistemet ekzistuese ky sistem si disavantazh e konsideron: përdorimin nga personat
e moshuar të cilët nuk mund ti adaptohen mënyres së qasjes në të dhe kontrollimit të USB
Document.
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2.0 Përdorimi i Teknologjisë

Përdorimi i teknologjisë në këtë projekt zë një vend kryesor. Duke filluar nga fingerprint, kamera
për detektim (face recognition), sinteza e zërit (speech recognition), butoni i panikut me GPRS,
deri te softueri aplikative.
Ndërlidhja e të gjitha këtyre sistemve e bën më te veçantë dhe më funksionale këtë sistem të
menaxhimit të dokumentave. Parimi gjeneral i ndërveprimit të tyre do të jetë kur ne, i qasemi
USB-Document e i cili bëhet duke futur USB-Document në aparatat special PC, ose Documat
dhe Bankomat. Së pari japim gjurmët e gishtave në fingerprint, pastaj shkruajmë fjalëkalimin
dhe mbajmë fytyrën nga kamera e cila mundëson identifikimin tonë, kamera fillon të identifikojë
vetëm atëherë kur ju nuk keni ndonjë person më afër se 1.5m, ose në të kundërtën do t’ju
paraqesë alarmin dhe pasi që ju keni vepruar atëherë fillon detektimi juaj. Hapi i fundit është
sinteza e zërit ku ju mund të kombini fjalë për të krijuar fjali (Keni kujdes! Çdoherë mundohuni
të krijoni fjali të reja).
Butoni i panikut mund të përdoret edhe në momentin kur keni futur USB-Document në aparatin
special por keni kujdes sepse kjo funksionon vetëm në bashkëveprim me fingeprint, ku ju
mundësohet lidhja me GPRS, dhe mundesohet lokalizimin juaj nga policia. Gjithashtu bëhet
edhe bllokimi i të gjitha dokumentave që i posedoni në USB-Document.

2.1 Fingerprint
Fingerprint mund të përdoret për:
•

Dëshmi të nevojshme për kapjen dhe dënimin e kriminelëve; [1]

•

Për të provuar pafajsinë për individët e akuzuar padrejtësisht për kirme dhe identifikimin
e individëve fajtorë; [1]

•

Fingerprint për punësim ose licencimin e aplikacioneve [3]
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Fingerprint për indentifikim bazohet në tri principet kryesore, te cilat janë:
•

Gjurma e gishtit është karakteristikë individuale [1]

•

Gjurmët e gishtave nuk ndryshojnë gjatë jetës së një individi [1]

•

Gjurmët e gishtave kanë strukturen e përgjithshme të vijave papilare që u lejon atyre të
klasifikohen në mënyrë sistematike [4]

Ekzistojnë tri grupe kryesore të Fingerprintit:
•

Plastic Fingerprint- këto ndodhin kur prek gishtin ose shtyp në drejtim të kundërt me
ndonjë material plastik në mënyrë të tillë që leni shenjat tuaja me ane të fërkimit. Këto
shenja zakonisht gjinden në materiale plastike të buta si piktura , dyll, çamçakëz, në zarf ,
në vula, në substancat që shkrihen lehtë gjatë mbajtjes në dorë, p.sh: çokollata.[1]

•

Shtypje te cilat jane te kontaminuara me materie tjera qe zokonisht përmbajnë
pluhur - Këto lënje të gjurmëve ndodhin kur gishtat janë ngjitur në një shtresë të hollë të
pluhurit. Këtu identifikimi ndodhë pas shtypjes së gishtit.[1]

•

Latent Fingerprint-Këto rezultojnë një sasi të vogël të lubrifikimit me anë të djersës në
gishta dhe me fërkimin e tyre në një objekt ju leni gjurmët tuaja.[2]

2.1.1 Puna e teknologjisë së fingerprint si proces automatik
Fingerprintet tipik mund të kenë më shumë se 150 karakteristika të vijave papilare.
[1]Karakteristikat e vijave papilare të gishtave janë formuar kur epiderma (pjesa e jashtme e
lëkurës) dhe derma ( pjesa e brendshme e lëkures) takohen.[1] Djersitja, kripërat dhe yndyra e
lëkures mbi maje të gishtave kombinohet dhe kështu len gjurmë në çdo sipërfaqe ku e prekim me
anë të lëkurës. [2]
Në të kaluarën gjurmët individuale ishin printuar dhe krahasuar me kopjet që gjendeshin në
dosje për tu ekzaminuar. Teknologjia e re tani u mundëson kumpjuterëve për ta bërë këtë punë.
Kompjuterët janë në gjendje të hetojnë dhe në mënyrë digjitale të kodojnë shenjat e gishtave që
ato të mund të jene objekt i përpunimit në highspeed kompjuter.[1] Identifikimi automatik i
fingerprint, përdorë pajisjen automaike skanografin që konverton imazhin e marrë nga
5

fingerprinti për disa minuta në mënyrë digjitale.[5] Këto të dhëna tregojnë vijat papilare
personale dhe pikat e tyre të përfundimit. Procesi i automatizuar përpunon skanimin e marrë nga
fingerprint në mënyrë digjitale dhe bën ruajtjen e tyre në kompjuter.[3] Kompjuterët pastaj
krijojnë një hartë hapësinore të modeleve të vijave papilare unike të gishtave, dhe pastaj i
përkthen këto në kod binar për kompjuter.[1] Për një skanim të ri të fingerprint kompjuteri
kërkon per çdo kopje të mundur identike dhe pastaj bën update në sistem. Kjo metodë ka
mundësuar identifikimin e kriminelëve në bazë të dhënave me informacione të fingerprints. Kjo
ka rritur efikasitetin e sistemit të drejtësisë penale.
Pjesa më interesante e këtij sistemi të ri është sofistikimi dhe kompleksiteti i skanimit për
kompjutera.[1] Njerëzit nuk janë gjithmonë në gjendje të identifikojnë printimet me saktësi
shumë të madhe dhe nuk ka shumë njerëz për ta bërë këtë punë dhe për të kërkuar në dosje të
gjitha shenjat për ti krahasuar. Kompjuterët kanë dhënë një zgjidhje për ti ndihmuar zyrtarët e
zbatimit të ligjit për kapjen e kriminelëve dhe mbrojtjen e atyre personave të akuzuar
padrejtësisht. Kompjuterët gjithmonë analizojnë çdo shtypje për çdo shenjë të veçantë.[1]

2.2 Kamera për detektim ( Face Recognition)
Njohja e fytyrës është një pjesë integrale e jetës sonë dhe kryhet me lehtësi të tillë që ne rrallë
ndalemi për të marrë në konsideratë kompleksivitetin e saj që është duke bërë.[6] Njohja e
fytyrës është një pjesë e intelegjencës tonë përmes së cilës ne njohin njëri tjetrin.[6] E natyrshme
është që të përpjekemi ta mësojmë kompjuterin për të bërë këtë.[6]
Arsyeja pse po e përdorim Face Recognition në këtë sistem është që keqpërdorimi të jetë sa me i
vogël. Në figuren1 është paraqitur rrjedha themelore e një sistemi të njohjes[6]. Në këtë figurë
tregohet inputi i marun nga video ose imazhi nga fytyra dhe më pas kalon në identifikimin e
fytyrës ku gjithashtu pas këti hapi kalon në nxjerjen e tipareve të fytyrës, pastaj vjen deri te
krahasimi në përputhshmëri ku krahason duke ju referuar database dhe nga këtu kalon te
përputhshmëria e rezultatit, ku pas kësaj miret vendimi për ata se a përputhet me personin
adekuat apo jo.[6]
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Figura 1 Rrjedhja themelore e nje sistemi te njohjes [6]

Gjithashtu edhe në figurën 2 është paraqitur në detale krahasimi në face recognition. Këtu në
këtë figurë janë të paraqitur 2 procese. Para se të spjegohet procesi i parë duhet të dim se para
bllokut të parë kemi një input hyrës ku gjithmon duhet së pari të ketë një të dhënë, e cila më pas
kalon në bllokun për trajnim të fytyrës dhe kalon në ndërtimin e modelit ku më pas krijon
statistikat për modelin e fytyrës. Procesi i 2 fillon me një identifikim të fytyrës si hyrje ku më pas
kalon në tiparet e identifikimit dhe dalja e saj shkon drejt një përshtatje për modelin e fytyrës ku
kjo e fundit pranon të dhënat dhe nga statistikat për modelin e fytyrës ku kombinimi i këtyre të
dërgon në rezultatin e krahasimit

Figura 2 Detalet e krahasimit ne Face recognition [6]
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2.2.1 Face Database
Shumë databaza janë krijuar për të pasur sa më të lehtë ruajtjen e pamjeve dhe krahasimin e tyre
në mes vete. Edhe për sistemin tonë është e nevojshme krijimi i databazës e cila do të ketë një
numër të madh të imazheve. Me anë të Face Recognition ne do ti krahasojmë imazhet e marrura
në kohë realë me imazhet që i kemi në databazë që mundësia e gabimit të jetë sa më e vogël.
Databaza jonë do të ndërtohet sipas disa kushteve që ne i shohim të arsyshme:[7]
Ngjajshmëri në kushtet e ndriçimit,[7]
Pozicioni i drejtë ose në këndin 450 përballë kamerës,
Distanca e personit prapa teje të jetë së paku 1.5m,
Të mos ketë pengesa fizike.
Imazhet në database do të reprezantohen edhe në bazë të shprehjeve të fytyres: figura 3 dhe 4
tregon pamjen e tyre.[7]

Figura 3 Fytyra e 15 personave ne Database [7]

Figura 4 Shprehja e fytyrës nga database jonë
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2.2.2 Image pre-processing and local averaging
Zbatimi i sistemit të njohjes përfshinë edhe fazën e pre-procesimit të imazheve dhe rrjetat
neutrale për fazën e gjykimit. [7]
Kemi 180 imazhe të fytyrave të 30 personave me gjashtë shprehje për secilin.[7] Trajnimi i
rrjetave neurale përdorë 120 imazhe që përfaqësojnë 30 persona me nga katër shprehje specifike
të fytrës [7]. 60 Imazet e mbetura të 30 personave, në raste të shprehjeve të ndyshme janë
përdorur së bashku me 120 imazhet për testim të rrjetave neutrale, duke rezultuar me 180 imazhe
për testim [7]. Të katër karaktersitikat thelbësore ( sytë,hunda dhe goja) nga katër shprehjet e
ftyres ( natyral, qeshur, i trishtuar dhe i habitur) janë përafruar me mesataren lokale në një vektor
të vetëm që prezanton personin[7]. Figura 5 tregon skemen për sistemin inteligjent me
lokalizimin e njohjes së fytyrës.[7]

Figura 5 Sistemet inteligjente dhe lokalizimi i face recognition [7]

Figura 6 paraqet shembullin e trajnimit në faza për testimin e imazhit të fytyrës. Shihet në figurë
ku si input përdoren imazhet e fytyrës ku kalon dhe bëhet nxjerrja e tipareve të fytyrës, hapi
tjetër është paraqitja e matricës me madhësi të zvogëluar ku kalon në bllokun tjetër dhe bëhet
paraqitja e mesatarës e kështu kjo përcjellet deri te vektorizimi ku pas këti funksioni hyjn në
klasifikues dhe së fundi jep rezultatin e trajnimit.
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Figura 6 Shembull të trajnimit dhe testimit të imazhit të fytyrës.[7]

Figura 7 ku paraqitet arkitektura gjenerale e sistemit intelegjent lokal për njohjen e fytyrës tregon
për fazën e veprimit qysh nga input i marrun nga një imazh ku nga aty duhet të kaloj te nxjerrja e
tipareve të fytyrës ku nga ky hape kalon te paraqitja e matricës me madhësi të zvogluar, hapi
tjetër është drejt vektorizimit të inputit dhe krejt në fund vije te klasifikusi prej nga marrim edhe
daljen e rezultatit për testim.

Figura 7 Arkitektura gjenerale e sistemit intelegjent lokal për njohjen e fytyrës.[7]

Figura 8 tregon për karakteristikat lokale për shprehjen e fytyrës ku ato janë karakteristikat
thelbësore

(sytë, hunda dhe goja) nga katër shprehjet e fytyrës ( natyral, qeshur, i trishtuar, dhe

i habitur).
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Figura 8 Karakteristikat lokale për shprehjen e fytyrës.[7]

2.2.3 Trajnimi i rrjetave neutrale
Përhapja e algoritmeve prap është përdorur për zbatimin e intelegjencës së propozuar në face
recognition system për shkak të thejeshtësisë së saj dhe efikasitetit në zgjidhjen e problemeve të
njohjes.[7] Rrjeta neurale përbehet nga një shtresë e të dhënave me 272 neurone që bartin vlerat
mesatare si dhe tiparet, në një shtresë të fshehur me 65 neurone dhe një shtresë të prodhimit me
30 neurone që është edhe numri i personave.[7] Figura 8 tregon topologjinë e kësaj rrjete
neutrale dhe prezantimin e të dhënave në shtresën e inputeve.[7]

Figura 9 Topologjia e rrjetes neurale [7]
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2.3 Njohja e Fjalëve (Speech Recognition)
2.3.1 Parimet themelore te speech recognition
Për të kuptuar dhe njohur fjalët software-i krijohet në bazë të njësive themelore të gjuhës dhe
metodave për ta interpretuar atë.[8]
Fenomeni për ti njohur njësitë themelore të gjuhës është diçka shumë e rëndësishme për speech
recognition. P.sh: Gjuha angleze përmbanë rreth 44 fonema që përfaqësojnë të gjitha zanoret dhe
bashkëtinglloret që ne i përdorim në fjali. P.sh: fjala "Moon" mund të ndahet në tri fonema
m,ue,n.[8]
Për të interpretuar fjalinë ne duhet të kemi një mënyrë për të identifikuar komponentet e fjalëve
të thëna. Fonemat veprojnë si identifikim brenda fjalës.[8]
Për të krijuar një mjet për njohjen e fjalëve duhet të krijohet një databazë, ku do të bëhet
krahasimi i tyre.[8]

2.3.2 Si funksionon nje speech recognition
Një speech recognizer përbehet nga një numër komponentesh. Këto janë të mesuara nga të
dhënat, duke përdorur një Speech Corpus nga regjistrimet e fjalëve dhe transkricionet e tyre
tekstuale. Speech Recognizer mëson për të korresponduar në mes tingujve dhe fjalëve.[8]
2.3.3 Përpunimi i signalit
Kjo përpunon sinjalet e regjistruara nga mikrofoni me veçori vektoriale që ofrojnë një
pasqyrë të asaj që po ndodhë në sinjalin e bërë nga fjala, duke i thekesuar ato karakteristika që
janë relevante për njohjen e fjalës. Ku në mënyrë tipike, 100 veçori vektoriale për sekond janë
prodhuar.[8]
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2.3.4 Modeli Akustik
Kjo merr rrjedhjen e funksionit të vektorëve dhe kthen atë në një rrjedhë të fonemave. Një
fonemë është njësi që është përdorur për të ndërtuar fjalë dhe e cila korrespondon me një tingull
të veçantë të fjalës. Një aspket i rëndësishëm i modelit akustik është se ajo nuk merr ndonjë
vendim të caktuar rreth asaj rrjedhje së fonemës, por vetëm na tregon se është e mundshme të
ketë ndonjë fonemë të veçantë në pikën e sinjalit të fjalisë.[8]
2.3.5 Fondi i fjalive
Kjo na tregon se si fjalët janë ndërtuar si një varg i fonemave. Shqiptimet alternative gjithashtu
janë të mundshme.[8]
2.3.6 Modeli i gjuhës
Kjo thekson sekuencat e fjalëve që janë të mundshme dhe që nuk janë të mundshme brenda
gjuhës. Vetëm duke përdorur gramatikën nuk është e mundur, pasi që njerëzit mund të mos thone
asgjë.[8]

Si funksionon një Speech Recognition mund ta shihni në një demonstrim interaktiv përmes
linkut në referencën [8] apo mund ta analizoni dhe në shtojcën e këti punimi.
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2.4 Butoni i Panikut në nderlidhje me GPRS
Butoni i panikut është një pjesë shumë e nevojshme për sigurinë e USB-Document. Butoni i
panikut është përdorur për qëllim që në rast të rrezikut i cili vije nga faktorët e ndryshëm, të
komunikojë në momentin e aktivizimit me GPRS ku përmes këtij ndërveprimi me GPRS bllokon
të gjitha të dhënat tuaja në USB-Document ku parandalon keqpërdorimin e tyre. Njëkohësisht
aktivizimi i GPRS lajmronë policinë e shtetit që të ju lokalizojë dhe të ju ofrojë ndihmën e duhur.
Kjo njëkohësisht ofron mundësinë se edhe në terrenet ku nuk ka kabina telefonike ju të mundeni
ti lajmëroni policisë vetëm me një shtypje të butonit të panikut i cili aktivizohet kur ju mbani të
shtypur një buton së bashku me fingerprint. Kjo ndodhë për shkak që mos të aktivizoni në
mënyrë të gabuar pasi që kjo në vete përmbanë një kosto sepse ju duhet të paguani për çdo
shtypje të gabuar të butonit të panikut. Tensionin fillestar për tu aktivizuar e merr nga bateria e
cila gjindet e integruar në USB-Document.
Arsyeja pse nuk e kemi lënë që ky sistem të ketë gjatë gjithë kohës GPRS të aktivizuar është për
shkak se njerëzit nuk dëshirojnë të jenë në mbikëqyrje nga shteti kudo që janë.
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2.5 Software aplikative
Pasi që të arrihet simulimi i këtyre sistemeve dhe lidhshmëria e tyre do të realizohet edhe
software aplikativ i cili do të ndihmojë të gjithë përdoruesit për të aplikuar për dokumenta.
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3.0 Kërkesat Funksionle

Ky sistem i USB-Document është një aplikacion i dizajnuar për menaxhimin dhe grumbullimin e
dokumentave, ky sistem përdor ndërlidhjet përmes software për me kriju një user.
3.1 Kërkesat e user-it

Kërkesa 1: Aplikimi në administrate
Përmbledhja: Kjo e përshkruan lidhjen ndërmjet administrates dhe përdoruesit. Ky përdorues
munde të kërkoj të hapë një user në USB-Document, mundet të hynë dhe dalë, mund të ndryshoj
fjalëkalimin, nuk mundet të ndryshoj fingerprint, fytyren, zërin.., mund të aplikon për dokumenta,
mund ti bënë update dokumentave, mund të shkruaj mesazh për administratën, mundet ti dërgoj
dokumentat e ti në kompani të ndryshme për nevojat e ti ( p.sh- punesim, regjistrim etj).
Kushtet: Duhet të jetë mbi 18 vjet, përndryshe kujdeset prindi për USB-Document të ti, Duhet të
përputhen të dhënat pas aplikimit për USB-Document cdo herë që e hapë, dmth finerprin, fytyra,
zëri, fjalëkalimi, nuk mundet të aplikoj jashtë formës së formularve, duhet të përputhet me të
institucionit përkatës.
Përshkrimi: Qytetari që përdorë këtë USB-Document, ai ka nevoje për një regjistrim dhe duhet te
bëj së pari atë. Qytetari duhet të identifikohet, ai mund të hynë në USB-Document kur do që
dëshiron dhe të dele nga ajo. Ai mund të kërkoj të ndyshoj fjalëkalimin, por jo fingerprint, jo
fytyren, jo zërin. Gjithashtu ai mund ti dërgoj administratës mesazh për tu konsultuar. Aplikacioni
do ti kërkoj cdo përdoruesi të identifikohet para se të hynë. Gjithashtu cdo përson i pa-autorizuar
është " alarm" për sistemin. Nëse aplikoni p.sh patent shofer ju duhet ta përdorni formularin e
duhur përndryshe nuk mundeni me apliku.

Tabela 1. Kërkesa 1, Aplikimi në administrate
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Kërkesa 2: Zgjedh një formë të dokumentit për të aplikuar
Përmbledhja: Qytetari ka zgjedhur një formë të dokumentit për të aplikuar
Kushtet: Qytetari nuk mundet të aplikoj nëse ka zgjedhur formën e gabuar për dokument, nuk
mundet ta dërgoj.
Përshkrimi: Qytetari duhet ta zgjedh një formë të dokumenti për të aplikuar, kjo formë krijohet në
bazë të kërkesave të institucionit përkatës. Mos zgjidhja adekuate e formës së dokumenti për
aplikim ju pamundëson aplikimin dhe ju duhet të ndyshoni atë në bazë të kërkesave të
institucioneve përkatës.

Tabela 2. Kërkesa 2, Zgjedh një formë të dokumentit për të aplikuar

Kërkesa 3: Shkrimi në dosje
Përmbledhje: Cdo dokument që ju aplikoni do të ju shkruhet në dosjen tuaj, dhe do të krijoj
interface me database. Gjithashtu kur ju bëni update atëher në dosjen tuaj automatikisht do të futen
ndryshimet e reja.
Kushtet: Jo
Përshkrimi: Gjatë aplikimit tuaj, software-i ҫdo gjë që ju e shkruani do ta ruaj për dosjen tuaj e cila
duhet të përputhet me database. Po ashtu në momentin kur keni bërë update automatikisht dosja e
juaj i pranon ato dhe i përputh me database.

Tabela 3. Kërkesa 3, Shkrimi në dosje
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3.2 Kërkesat Bazike

Në përputhje me kërkesat e user-it, këto kërkesa i kemi shfaqur në skem për kërkesat funksionale
të aplikacionit. Shiko figurën 10 në vazhdim.
Kontakt
Admin

Software

Logout

Përdoruesi

User
Interface

Forma e
dokumenta
v

Kontrolla

Regjistrimi

Login

Fjalekalimi.
Fingerprint,
Face
Recognition,
Speach
Recognition.

U
S
E
R

Ndrysho
fjalekalimi
Harroj
fjalekalimi
Figura 10 Skema e funksioneve bazike per aplikacion

Një përdorues ndërvepron me aplikacion nëpërmjet një software i cili njekohësisht ndërvepron
me internetin. Të gjitha kërkesat do të kalojn nëpër një kontrollues, ku dhe kontrolluesi do të
tregoj për cilin burim përdoruesi ka kërkuar. Gjithashtu këtu bëhet edhe kontrolli për face
recognition, speech recognition, fjalekalimi dhe fingerprint.
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Janë një numër i verpimeve të cilat përdoruesi mund të kërkojn në këtë sistem:

1) Të dërgoj një mesazh në administrator duke përdorur formularin për kontakt i cili gjindet në
sofware.
2) Të regjistrohet në një llogari për të përdorur aplikacionin.
3) Identifikimi dhe hyrja në aplikacion
4) Ndryshimi i fjalëkalimi
5) Zgjedhja e formularit për aplikime

3.3 Përspektivat/Fleksibiliteti
Objektivi kryesor i keti sistemi është që ti përgjigjen qytetarit në mënyrën sa më korekte.
Qytetarët zakonisht pyesin se sa do ta këtë lehtë për me u zgjeruar në të ardhmën ky aplikacioni
dhë për këtë pyetje kemi përgjigjje.
Së pari duke u bazuar në formën e veqant që e përmban ky sistem duke i ndërlidhur disa sisteme
si më të suksesshmet deri më tani, ky sistem do të krijoj stabilitet dhe lehtësim të menaxhimit
dhe grumbullimit të dokumentave.
Së dyti fleksibiliteti që ofron ky sistem përmes formave të ndryshme të aplikacionit do të bëjë
njerzit ta duan këtë sistem dhe të familjarizohen me të.
Së treti mënyra e hapjes së këti sistemi ku duhte të ndjekën 4 hapa deri te përdorimi i lirshëm i
aplikacionit, dhe funksioni i butonit të panikut ku qytetaret mund ta përdorim në rast rreziku si
call emergency. Kjo për ta ngjallë sigurin në këtë sistem së dokumentat e tyre nuk do të
keqpërdoren lehtë nga përsonat e ndyshëm ose më mirë të themi nuk munden fare me u
keqpërdor dokumentat.
Në diagramin e më pështom do të tregojm për veprimet e aplikacionit në software-in e USBDocument
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Change Password

Select Form Application

Logout
Forget Password

Login
Send contact message to
Admin

Register Account
Receive Account
Information

Përdoruesi

Figura 11 Diagrami për aplikacioni në Software-in e USB-Document
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4.0 Dizajnimi i Sistemit
Ky sistem është i dizajnuar në mënyrën që mundëson komunikimin midis katër sistemeve të
ndryshme të ndërtuara që të funksionojn përmes një USB, që ne e quajtëm USB-Document dhe
gjithashtu sistemi posedon software. Këto sistemet janë: Fingerprint,Face Recognition, Speech
Recognition, Buton panikut.

Hirarkia për të funksionuar ky sistem është si në vijim:
Së pari bëhet futja e USB-Document në një aparat special, ( psh.. PC, Bankomat, etj). Pasi që
keni bërë futjen ju duhet të skenoni gishtin në sistemin fingerprint ku përputhshmëria e të
dhënave tuaja ju mundësojn të kaloni në hapin tjetër që është fjalëkalimi. Hapi i dytë është njohja
e fytyrës ose detektimi i cili duhet të jetë në përputhje me të dhënat e tua dhe të ndërlidhet me
fjalëkalimin dhe fingerprint. Pastaj është hapi i tret ku bëhet njohja e zërit, dhe duhet të jetë në
përputhje me të dhënat dhe tre hapat e përparëm.
Opcioni i katër është buton paniku ku aktivizohet edhe pa u futur në aparat special, sepse është i
menduar që të përdoret në rast të rrezikut ose keqpordorimit të ti. Furnizimi i këti butoni të
panikut vije nga brenda USB-Document ku në vetë paisje është e integruar një bateri e
mjaftueshme për këtë shërbim. Mbushja e kësaj bateri bëhet kur ne fusim këtë USB-Document
në aparatet speciale. Buton panik bashkëvepron me sistemin GPRS dhe mundëson policis lokale
të ju lokalizoj ju, që në rastë të rezikut të ju vije në ndihëm. Aktivizimi i këti butoni i bllokon të
dhënat tuaja dhe ju duhet të paraqiteni përsonalisht për të bërë debllokimin e tyre.
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4.1 Arkitektura e Sistemit të USB-Document

Ky sistem të gjitha veprimet që i bënë i ndërlidh me databaze ku bëhet edhe krahasimi i
informatave hyrse me të dhënat paraprake. Skema në vijim paraqet ndërlidhjen e tyre.

DATABASE

Përdoruesi

Fingerprint

Face Recognition

Speech Recognition

Software

Button Panic

Figura 12 Arkitektura e Sistemit të USB-Document
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4.2 Arkitektura e Aplikacionit të USB-Document

Software në veti përmban një aplikacioni i cili mundëson qytetarit për të aplikuar për dokumenta
të ndryshem në institucione të ndryshme dhe kjo bëhët duke zgjedhur formatin e duhur për
dokumentin përkatës. Arkitektura e funksionalizimit të ti do të paraqitet në skemën vijuese.

Përdoruesi

Software

A
P
L
I
K
A
C
I
O
N
I

Institucioni

Format e
Dokumentave

DataBase

Figura 13 Arkitektura e Aplikacionit të USB-Document
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5.0 Realizimi i Sitemit përmes Simulinkut

Realizimi i sitemit do të bëhet përmes simulinkut ku do të marrin edhe rezultate të kënaqshme
për këto sisteme. Në vijim do të tregohet ecuria e simulimit dhe rëndësia e blloqeve të përdorura.
Ky model i simulinkut është marrë nga mathworks- people tracking[9]
Përcjellja e personit
Kjo demo detekton dhe gjurmom njerzit në një video sekuenciale me një prapavi stacionare
duke përdorur procesin e mëposhtëm në figurën 14: 1) Së pari përdor kornizat e videos për të
vlerësuar prapavin e imazhit. 2) Ndan pixelat që përfaqësojn njerzit dhe pixelat që përfaqësojn
prapavin. 3) Grupimin e pixelave që së bashku përfaqësojn njerzit në mënyrë induvidual dhe
llogarit kufirin e kutis ku e cakton për çdo person.
4) Krahasimin e njerzëve në kornizat aktuale më ato të kornizave të mëparshme duke krahasuar
kufizimin e kutiave midis kornizave [9]
Figura në vijim paraqet demo modelin e përcjelljës së personit (face detection)
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Figura 14 Diagrami i simulinkut në përcjelljen e personit [9]
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Nënsistemi i Segmentimit
Në nënsistemin e segmentimit, blloku autothreshold përdor ndryshimin e vlerave të pixelave
midis imazheve të dhëna të normalizuara dhe imazheve në prapavie për të përcaktuar se cilat
pixela korrespondojnë me objektin lëvizës në skenë.[9]

Enable
1

BW

BG

|u|

BG

I
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Autothreshold
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FG mask
Autothreshold
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Figura 15 Diagrami i segmentimit të nënsistemeve për përcjelljën e përsonave [9]

Nënsistemet e zbulimit (detektimit)
Në nënsistemet e zbulimit (detektimit), blloku Close bashkon pixelat e objekteve që janë të afërt
me njëri tjetrin për të krijuar pikëzimin apo (imazhin). Për shembull, pixelat që përfaqësojnë një
pjesë të trupit të përsonit, janë të grupuara së bashku. Tjetri bllok Blob Analysis llogarit
kufizimin e kutis së këtyre pikëzimeve. Në hapin e fundit, nënsistemi i zbulimit (detektimit)
bashkon kutitë e kufizimeve individuale në mënyrë që çdo përson të jetë i përcaktuar në një kuti
të vetme të kufizuar.[9]
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Figura 16 Diagrami i nënsitemit të zbulimit për përcjelljën e personave [9]
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Nënsistemet e përcjelljes
Në nënsistemet e përcjelljes, blloku Kalman Fiter përdor lokacionet e kufizuara të kutive të
zbuluara në kornizat e mëparshme për të parashikuar vendet e këtyre kufizimeve të kutive në
kornizat aktuale. Për të përcaktuar vendndodhjen e njerëzëve të veçant nga një kornizë në tjetrën,
demo krahason vendet e parashikuara nga kufizimet e kutive me vend zbulim. Kjo demo
mundëson të caktojë një ngjyrë unike për çdo përson. Demo gjithashtu përdor bllokun Kalman
Filter për të ulur efektin e zhurmave në zbulimin e vendëve me kuti të kufizuar.[9]
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Figura 17 Diagrami i nënsitemit të përcjelljës për përcjelljën e personave [9]

Rezultatet e përcjelljës së njerzëve
Në dritaret e zbuluara, njerzit në vendin e ngjarjes janë të rrethuar nga kutit e kufizuara. Demo
cakton çdo kuti të kufizuar me një ngjyrë të bazuar në mënyrën që secili përson është zbuluar.
Për shembull personi i parë është zbuluar dhe ka kutin e kufizuar me ngjyrë të kuqe dhe personi i
dytë është zbuluar dhe ka një kuti të kufizuar me ngjyrë të gjelbërt. Ngjyra e këtyre kutive
ndryshojn sepse njerzit në skenë nuk janë të përcjellur [9]
Në dritaret përcjellëse çdo person ka një ngjyrë të veçant të kufizimit të kutis për kohëzgjatjen e
videos.[9]
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Figura 18 Rezultatet e përcjelljës së personit [9]

Zhvillimi i këti projektit me sistemet tjera për ti simuluar vazhdon deri në përfundimin e tyre.
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6.0 Konkluzionet

USB-Document ka disa sisteme të integruara për të funksionuar në mënyrë sa më të sigurtë. Ka
një fingerprint i cili është menduar të jetë në pjesën e sipërme të USB-Document për arsye që të
bëhet sa më lehtë skenimi i gishtit. Gjithashtu, ka edhe një buton paniku i cili gjendet në pjesën e
poshtme të USB-Document dhe mund të aktivizohet kur vepron në bashkëpunim me
fingerprintin. Kjo bëhet për arsye që mos të shfrytëzohet nga njerëzit e tjerë për asnjë qëllim.
Për tu hapur USB-Document që të aplikohet në aplikacionet e ndyshme përmes softuerit mund të
bëhet pasi që ju keni dhënë shenjat e gishtit në fingerprint, keni shtypur fjalëkalimin, dhe ju është
bërë detektimi me anë të kamerës e po ashtu edhe zëri juaj pasi që është inçizuar. Përputhja e
këtyre hapave bën të mundur kyçjen tuaj në USB-Document.
GPRS-i është një pjesë e cila do të aktivizohet në momentin kur ju jeni në rrezik dhe keni
aktivizuar butonin e panikut i cili me këtë rast ju bllokon të gjitha dokumentat për arsye që ato të
mos keqpërdoren nga kriminelët dhe pas shtypjes së butonit të panikut i cili aktivizon GPRS
policia do t'ju lokalizojë për t'ju mbrojtur nga kriminelët.
Kontrollimi dhe mirëmbajtja e serverit do të bëhet nga ushtria ku për të pasur qasje në server
patjeter duhet të aktivizohen tre fjalëkalime të ndyshme nga tre persona të besuar dhe në
diferencë kohore vetëm disa të qindtat e sekondit.
Gjatë punimit të këti projekti arritëm të kutpojm se ky sistem është i mundur për tu implementuar
në vazhdim të punës sonë. Ide e implementimit të këtyre sistemeve ekëzistuese në këtë sistem të
ri " USB-Document" ka qenë e pranuar edhe nga njerzit tjerë e këtu duke përfëshir edhe
profesorët në Universitetin e Biznesit dhe Teknologjis.
Kjo do të na lehtësoj jetën tonë kur të jetë e pranuar për tu implementuar dhe do të na bëjë të
ndihemi të barabartë me të gjithë përsonal në bote pasi që sistemi yne nuk funkësionon në baza
të nepotizmit.
Problemet gjatë punimit të këti projekti kanë qenë kryesisht në pjesën e simulinkut.
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