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дерации. В случае нарушения данного требования и наступает административ-
ная ответственность. 
Следует отметить, что не является нарушением несообщение работодате-
лем об осуществлении бывшим служащим трудовой деятельности по основани-
ям внутреннего совместительства. При этом трудоустройство бывшего служа-
щего в порядке внешнего совместительства влечет для работодателя обязан-
ность сообщить о заключении трудового договора по совместительству пред-
ставителю нанимателя бывшего служащего по последнему месту его службы. 
Еще одним спорным моментом является тот факт, что привлечение к ад-
министративной ответственности по ст. 19.29 КоАП РФ должностного лица 
не освобождает от административной ответственности, за данное правонару-
шение юридическое лицо, равно как и назначение административного наказа-
ния юридическому лицу, не освобождает от административной ответственно-
сти за данное правонарушение виновное должностное лицо. Таким образом, к 
административной ответственности по ст. 19.29 КоАП РФ могут быть привле-
чены одновременно и должностное лицо, и юридическое лицо. 
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Аннотация. Статья посвящена актуальным вопросам стратегии компаний 
нефтяного сектора в области инвестиционно-инновационной деятельности. Ав-
тором проанализирована статистика инвестиционно-инновационной деятельно-
сти предприятий нефтяного сектора, обоснованы направления стратегии повы-
шения ее эффективности с акцентированием внимания на вопросах информа-
ционной безопасности.  
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Современные условия высокой конкуренции, цифровизация всех сфер 
экономики и особая значимость инвестиционно-инновационной деятельности 
для эффективного функционирования организации выводят на первый план ак-
туальность формирования интегрированной стратегии во всех секторах эконо-
мики и, в частности, в нефтяном секторе. 
Инвестиционно-инновационная деятельность предприятий нефтяного сек-
тора характеризуется следующей статистикой: 
– доля организаций, осуществлявших инновации в 2017 г. составляла 
24,4 %, что значительно выше среднего значения по обрабатывающим произ-
водствам (15,1 %) и промышленности в целом (10,6 %) [1]; 
– наблюдается положительная динамика инновационной активности орга-
низаций нефтяного сектора – за 2016 и 2017 г. доля организаций, осуществляв-
ших инновации, возросла с 21,6 % в 2015 г. на 2,8 пункта; 
– наибольшую долю в общем объеме инноваций по производству кокса 
и нефтепродуктов занимают технологические инновации – доля организаций, 
осуществлявших технологические инновации в 2017 г. составляла 23,1 %; мар-
кетинговые – 2,5 %, организационные – 8,1 %, экологические – 8,1 % соответ-
ственно; 
– инвестиции на технологические инновации составили 167 млрд руб., 
что характеризуется положительной динамикой с 2015 г. (139,7 млрд руб.) 
и составляет 19,7 % от общего объема инвестиций в промышленном производстве; 
– сокращение инновационных товаров, работ и услуг в динамике – 
с 858 млрд руб. в 2015 г., 1079 млрд руб. в 2016 г. до 468 млрд руб. в 2017 г., 
что составляет 5 % всего объема товаров, работ и услуг в производстве кокса 
и нефтепродуктов. 
Инвестиции в технологические инновации и объем инновационных това-
ров в нефтяном секторе (по статистике производства кокса и нефтепродуктов) 
наглядно представлены на рис. 1. 
 
 
Рис. 1. Инвестиции в технологические инновации и объем инновационных 
товаров в нефтяном секторе, млрд руб. 
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Анализ статистики показал высокую инвестиционно-инновационную ак-
тивность предприятий нефтяного сектора с одновременным падением ее эф-
фективности ввиду отрицательной динамики объемов инновационных товаров, 
работ и услуг в данном секторе. 
На наш взгляд, необходимо выделить следующие направления стратегии 
повышения эффективности инвестиционно-инновационной деятельности пред-
приятий в нефтяном секторе: 
 – ведение ключевых показателей эффективности инвестиционно-
инновационных проектов с мониторингом их достижения; 
– формирование интегрированной стратегии инвестиционной деятельности 
с одновременным реформированием оргструктуры управления, введением совре-
менных моделей бюджетирования для достижения синергетического эффекта; 
– корреляция стратегических целей компании и стратегии ее информаци-
онной безопасности. 
Информационная безопасность является системой обеспечения безопасно-
сти активов предприятия и его бизнес-процессов от внешних и внутренних ки-
беругроз. Она важна как в обычной деятельности компании, так в инвестици-
онно-инновационной проектной деятельности, когда любые изменения режи-
мов производства злоумышленниками могут значительно повлиять на произ-
водственный процесс и характеристики выпускаемой продукции – его чистоту 
и глубину переработки сырья. Угрозой может также являться хищение ценной 
внутренней информации, нематериальных активов предприятия, что может 
негативно повлиять на его конкурентные преимущества. 
В этом аспекте, к стратегии информационной безопасности компаний 
нефтяного сектора предъявляются следующие требования: 
– комплексный подход при проектировании технологических сетей связи; 
– внедрение систем информационной безопасности совместно с IT-
подразделениями компании; 
– формирование бизнес-процессов управления базами данных, информа-
цией и технологиями; 
– разработка стандартов обеспечения кибербезопасности и их применение 
в отношении всех бизнес-процессов предприятия и реализуемых инвестицион-
но-инновационных проектов; 
– обеспечение должного уровня целостности, доступности и конфиденци-
альности информации и функционирования бизнес-процессов. 
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