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カメラを取り付ける事業を開始した[3]．設置するカメラは全 6500 台にのぼり 1



























メラネットワーク(= e 自警ネットワーク) を普及させ，各個人がそれぞれ防犯活
動を行うのではなく情報技術を用いながら協力し合うことで，かつての日本が
持っていた地域コミュニティの相互監視機能を取り戻すことを目指している[5-
7]．e 自警ネットワークのコンセプト説明図を図 1.1 に示す． 
 
図 1.1 e 自警ネットワークのコンセプト 
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 コンセプト A：情報技術を活用し，一般市民が身の回りを確実に見守る 
   社会の実現 
 コンセプト B：暗号化保存による一般市民のプライバシーの確実な保護 




















プトを考案した．このプライバシー保護のコンセプトを図 1.2 に示す． 
 





























この問題の解決のため，暗証キーを 2 つ（Key-A と Key-B）として画像を暗号化
保存することにより，閲覧の手段をより細かく設定できる二重暗号化機能を考
案した．図 1.3 に二重暗号化の概念を示す． 
 
図 1.3 二重暗号化の概念 






B の両方を持つ警察等の閲覧権者は，2 つの Key を使い暗号化を解除し鮮明な画
像を閲覧することで，事件・事故の捜査に大きく役立てることができる．また仮





































ト「閲覧履歴の完全な記録」を提案した[12, 13]．図 1.4 に閲覧行動の完全な記録




図 1.4 閲覧履歴の完全な記録 
 
図 1.5 閲覧行動の記録の仕組み 
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1.4 e 自警機器の概要 
1.4.1 e 自警カメラ 


























図 1.6 eJKC-ZB102c の外観 









図 1.8に内観を示す．表 1.2に e自警ネットカメラの仕様を示す．  
 




図 1.8 e 自警ネットカメラの内観  







フトウェアの改良に時間がかかっていた．そこで，本研究室が Raspberry Pi をベ
ースに従来の e 自警カメラと同等の機能とネットワーク機能を持つ，e 自警ネッ
トカメラを開発した． 
今回，e 自警ネットカメラに用いられた Raspberry Pi とは，手のひらに載る大
きさのシングルボードコンピュータで，パソコン同様に利用することができる．
また，USB 端子や GPIO（名称：General-purpose input/output）のピンを持つため，
USB メモリー，USB カメラ，LED を接続することが可能である．GPIO とは，
汎用入出力を意味し，入力として動作した場合は電気回路のほかの部分からの
デジタル信号を読み取り，出力として動作した場合は他デバイスの制御や信号














ピュータ（Raspberry Pi2）を内蔵したカメラユニット 7 台，閲覧装置（閲覧ソフ
トウェアをインストールした PC）3 台，および，記録サーバ（埼玉大学内）1 台
からなる．7 台のカメラユニット（撮影画像は暗号化された上で各カメラ内の
USB メモリーに保存，相互に LAN 接続し，WiMAX 経由でインターネットに接
続）は実証実験サイトに，設置している．図 1.9 に，実証実験サイトにおける e
自警ネットカメラの配置を示す． 
 設置台数： e 自警ネットカメラ 7 台 
 実証実験実施日： 2016 年 6 月 21 日～現在も実施中 




































































e 自警ネットカメラを用いた違法駐車の検知の開発に当たり， Raspberry Pi3 
Model B 上で Linux を使用して，OpenCV（名称：Open Source Computer Vision 

















図 2.1 Raspberry Pi3 Model B 
 




図 2.3 IO データ 128GB USB メモリー  
 

















する手法である．図 2.7 に e 自警ネットカメラの設置状況を示す．図 2.7 は駐車
場に設置してある柱の上部（設置してある e 自警カメラよりも上）に e 自警ネッ
トカメラを設置したものである．図 2.8 に実証実験サイトのサンプル画像と見
取り図を示す．図 2.8 (a) は，e 自警ネットカメラで撮影した実証実験サイトで
検知対象とした駐車スペースを示したサンプル画像である．赤い枠線で囲まれ
た駐車スペース，手前の 2 か所（駐車番号 46,47），奥の 5 か所（駐車番号 48～
52）で違法駐車の検知を行うものとする．図 2.8 (b) は,実証実験サイトにおけ
る e 自警ネットカメラの位置を示す見取り図である． 
 




図 2.7 e 自警ネットカメラの設置状況 
 
図 2.8 実証実験サイトのサンプル画像と見取り図 
ここで，違法駐車の検知で使用するサンプル画像をテンプレート画像とし，撮影
した画像（入力画像）を探索対象の画像とした．また，探索対象の画像は，テン





図 2.9 テンプレート画像と探索対象の画像のイメージ 





















図 2.11 に画像の正規化を示す．  
 









 R(𝑢, 𝑣) =
∑ 𝐼(𝑥 + 𝑢, 𝑦 + 𝑣) 𝑇(𝑥, 𝑦)
√∑ 𝐼2(𝑥 + 𝑢, 𝑦 + 𝑣) ∙ ∑ 𝑇2(𝑥, 𝑦)
 (1) 
上記の式において，テンプレート画像の画素値を𝑇(𝑥, 𝑦)，探索画像の画素値を
𝐼(𝑥, 𝑦)，結果をR(𝑢, 𝑣)とする．座標の(𝑥, 𝑦)は，テンプレート画像の幅を 𝑤，高










図 2.12 違法駐車の検知  
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以下に図 2.12 の違法駐車の検知の説明を示す．  
① テンプレート画像と探索対象の画像で，テンプレートマッチングを行う．最
大の走査位置（最大適合率）の値を求める． 
② 最大適合率の値を用いて閾値処理を行う．最大適合率の値が閾値 0.85 を下
回った場合，連続で下回った回数をカウントする．また，連続で下回った回
数をカウントしている最中に，閾値 0.85 を下回らなかった場合，回数のカウ
ントは 0 に戻される． 
③ 連続で定めた回数分カウントし続けた（連続で閾値が下回り続けた）場合，
駐車スペースに車が駐車されたとする．今回の条件では，連続で閾値が下回






















2.13 にサンプルデータ A の検知結果，図 2.14 にサンプルデータ B の検
知結果を示す． 
 実施日： 2018 年 1 月 18 日 
 天気： 晴れ 
 駐車時間： 各駐車スペースに約 5分間ずつ駐車 




図 2.13 サンプルデータ A の検知結果  











 実施日： 2018 年 1 月 22 日 
 天気： 雪 
 駐車時間： 各駐車スペースに約 3 分間ずつ駐車 
 車種： SUZUKI ワゴン R (黒) 
 
図 2.14 サンプルデータ B の検知結果 
図 2.14 では，雪の日に，各駐車スペースにおよそ 3 分ずつ（計

















性があった．そこで，午前 6 時 30 分頃から午後 17 時 30 分頃（約 11
時間分）の，屋外が十分に明るい時間帯での，テンプレートマッチン
グを用いた日中の適合率の変化を調べ，そのデータから日光による
影響を調べた．図 2.15 に日光による影響についての検知結果を示す． 
 
図 2.15 日中の適合率の変化についての検知結果 
この図は，テンプレートマッチング法を用いた午前 6 時 30 分頃から午後 17
時 30 分頃までの，およそ 11 時間分の検知結果である．この図より午前 9 時 00
分頃と午前 11時 00分頃に，時間の推移で変化する建造物の影の影響で，










適合率の値と，1 秒前の適合率の値との差に注目した．図 2.16 に図 2.13 のサン
プルデータ A の検知結果を用いた，適合率の差の値の大きさを示す．図 2.17 に
図 2.14 のサンプルデータ B の検知結果を用いた，適合率の差の値の大きさを示
す．図 2.16 と図 2.17 は，図 2.13 と図 2.14 の車が駐車された時の現在時刻の適
合率と，1 秒前の適合率の差の値の大きさを調べるためのグラフである．  
 




図 2.17 サンプルデータ B の適合率の差の値の大きさ 
図 2.18 に図 2.15 の検知結果を用いた，午前 9 時 00 頃の適合率の差の値の大き
さを示す．図 2.19 に図 2.15 の検知結果を用いた，午前 11 時 00 分頃の適合率の





図 2.18 午前 9 時 00 頃の適合率の差の値の大きさ 
 
図 2.19 午前 11 時 00 頃の適合率の差の値の大きさ 
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図 2.16 と図 2.17 の図を見ると，車が駐車されたときの適合率の変化は，およ
そ 0.2~0.4 であり，急激に値が変化していることが見て取れる．一方，図 2.18 と










































ンプレート画像として，図 2.13 と同様の方法で 2 回目のテンプレートマッチン
グを行った． 
図 2.21 と図 2.22 に 2 回目のテンプレートマッチングに用いるテンプレート画





図 2.21 契約車両のテンプレート画像のイメージ 
 
図 2.22 違法車両のテンプレート画像のイメージ 
次に，図 2.23 と図 2.24 に契約車両と違法車両を判断するために行った検知結
果を示す．図 2.23 は，図 2.13 のサンプルデータを使用し，図 2.20 の①の 2 回目
のテンプレートマッチングの際に，契約車両と想定した車を，テンプレート画像
とした場合の検知結果である．図 2.24 は，図 2.13 のサンプルデータを使用し，





図 2.23 契約車両をテンプレート画像とした場合の検知結果 
 






箇所の検知結果も 1.0 あたりを推移していることが分かる．図 2.24 では，違法
車両をテンプレート画像として，テンプレートマッチングを行っているため， 
図 2.23 の適合率の値よりも大きく下回っていることが分かる．また，どの箇所
の検知結果も適合率の値 0.9 よりも下回っていることが分かる．このことから， 
違法車両を検知するためには，適合率の値 0.9 付近で閾値の設定をすることが有











図 2.25 に違法駐車の車を検知した際に送られる通報のメールの例を示す． 
 






第 3 章 考察 
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