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В наш час, в зв’язку з війною на сході країни, дуже актуальною є військова 
сфера. Через наявність великої кількості вибухонебезпечних предметів (нерозірва-
них снарядів, мін, тощо) в місцях з мирним населенням, є потреба в їх знешкодженні. 
Задля більшої безпеки саперів було розроблено ряд пристроїв для знешко-
дження з дистанційним керуванням, такі пристрої дають більшу надійність та безпеч-
ність, порівняно з вогнепровідними шнурами та часовими механізмами. Пристрої ди-
станційного підриву дають змогу знешкоджувати вибухонебезпечні предмети на ве-
ликих відстанях. 
Функціонування цього ряду пристроїв будується на передаванні сигналу з ко-
мандно-передавального пристрою на приймально-виконавчий пристрій сигналу керу-
вання, що ініціює імпульс струму на електродетонатор. 
В загальному випадку в приймально-виконавчий пристрій входять такі еле-
менти: блок приймача (приймає команди керування), блок дешифратора (дешифрує 
прийняту команду), виконавчий блок (після прийняття й дешифрування команди 
управління, подає імпульс струму на електродетонатор). В командно-передавальний 
пристрій входять: блок шифратора та блок передавача. 
Дистанція, на якій можна використовувати пристрій залежить від потужності 
передавача, наявності підсилювачів у лінії зв’язку, рельєфу, геомагнітної обстановки. 
Щоб збільшити надійність, використовують шифрування керуючого сигналу. 
Також пристрої можуть мати декілька каналів на різних частотах для більшої ефекти-
вності та завадостійкості, в залежності від умов використання. Задля перевірки дос-
 
 
тавки сигналу до кінцевого пристрою та виявлення місця проблеми у лінії, застосо-
вують зворотній сигнал від приймально-виконавчого пристрою до командно-
передавального. 
В пристроях знешкодження вибухонебезпечних предметів можна використо-
вувати канал WiFi. При цьому можна впровадити каскад підсилювачів, задля збіль-
шення дистанції, керування з пульту (командно-передавальний пристрій), керування 
зі смартфону, чи іншого пристрою з модулем WiFi, використання 2-х частот: 2,4 ГГц 
та 5 Ггц. 
Зазвичай використовують низькі частоти, але при використанні пристрою за 
межами міста, за відсутності завад у діапазоні коротких та ультракоротких хвиль, 
можна використовувати й діапазон каналу WiFi, задля простоти і більшої зручності. 
Адже простіше носити з собою смартфон, який наразі є майже в кожного, а не ще 
окремі пристрої. Також такі передавачі не потребують громіздких антен, що збільшує 
компактність та зменшує ризики пошкодження пристрою. 
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