




It has been thought that the ability of sending a secret message through a network 
nowadays becomes more complicated and complex. One of the reasons why do we 
need tools to hide message is to keep conceal a secret message from being accessed 
by unauthorized and non-respective person. A technique such as steganography is 
one example method to send a secret message. There are several features 
encountered in steganography tools to ensure the tools run efficiently. This research 
tries to find the best fit available of linguistic steganography tools and evaluate the 
efficiency of tools based on the criteria selected. This research also tries to analyse 
several Linguistic Steganography that has been selected based on the software metric 
established. 
ABSTRAK 
Keupayaan menghantar mesej rahsia melalui sistem rangkaian kini semakin rumit 
dan kompleks. Kaedah-kaedah yang sesuai perlu dipi lih untuk  menghantar mesej 
bagi memastikan mesej yang dihantar hanya diketahui oleh pihak berkenaan. Teknik 
stegaiiography yang telah diperkenalkan meriipakan salah satu teknik yang 
digunakan untuk menghantar mesej rahsia melalui sistem rangkaian. Bagi menjamin 
keberkesanan penghantaran mesej dengan menggunakan kaedah tersebut, penilaian 
boleh dilakukan berdasarkan kepada beberapa kriteria yang boleh diukur. Kaj ian ini 
akan menilai teknik steganography yang boleh digunakan dengan efisien 
berdasarkan kepada beberapa kriteria yang telah ditetapkan. Kaj ian h i  juga akan 
menganalisis beberapa teknik steganography yang telah dipilih berdasarkan kepada 
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