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INTRODUCCIÓN 
 
La base de datos de configuración de gestión de equipos activos (CMDB) hace el 
seguimiento y clasifica toda la información relacionada con los equipos activos, 
permitiendo a las organizaciones, tener una visión global  de la infraestructura 
tecnológica de la organización, analizar el impacto que dichos activos hacen dentro 
de la compañía y facilitar la adopción de ITIL y otras mejores prácticas que permiten 
a las empresas otorgar valor a sus servicios y productos. 
 
La CMDB implementada bajo OTRS se encargará de mantener, de manera 
confiable y actualizada, la información de cada elemento de configuración (CI) de la 
compañía. Por cada activo, usted podrá tener un registro de existencia y versión 
respectiva, así como de su historial. Además de esto, la CMDB implementada, como 
se implemento en el sistema electrónico de incidencias OTRS, integra las diferentes 
herramientas de gestión de incidentes, gestión de cambios y configuración, para 
tener en un lugar centralizado todos los activos, integrando las funcionalidades de 
los productos existentes y unificando la información. 
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REQUISITOS PARA EL USO DE OTRS 
 
Como el OTRS es un sistema electrónico Web, será indispensable contar 
únicamente con una estación de trabajo con acceso a internet con una velocidad 
mínima de 1 Mbps de descarga y 1 Mbps de subida, se podrá usar cualquier sistema 
operativo: Windows, Mac, Linux, siempre y cuando cuente con un explorador web 
instalado. 
 
Especificaciones de Hardware y Software 
 
En estaciones de trabajo y/o dispositivos móviles: 
 
Sistema Operativo OS iOS, Android, Windows, Mac, Linux. 
Memoria RAM 512 Mb 
Procesador Pentium 2 
Velocidad de conexión 1024 Kbps 
 
 
En el Servidor: 
 
No. De procesadores  1 
Numero de Cores  2 
Información del procesador  Intel(R) Xeon(R) CPU E3110 @ 
3.00GHz 
RAM  6 GB 
RAM Type  DDR2 
Slots Ram  4 
No. HHD  1 
HHD  250.1 GB 
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SISTEMA ELECTRONICO DE INCIDENTES OTRS 
 
OTRS es uno de los proyectos de código abierto más duraderos y de mayor éxito a 
nivel mundial en el sector de la asistencia de escritorio y la gestión de la asistencia 
informática. Más de 5.000 miembros activos de la comunidad mejoran el software 
de gestión de la asistencia con cada versión informando acerca de fallos, añadiendo 
mejoras o nuevas funcionalidades desarrolladas por ellos mismos así como 
manteniendo y extendiendo los 35 idiomas.  
 
Debido al código fuente abierto, que es constantemente revisado por el fabricante y 
por la comunidad, el software de código abierto OTRS no solo es más seguro que 
el software propietario, sino también más flexible. Dan fe de ello sus 150.000 
instalaciones en diferentes sectores industriales, como la informática y las 
telecomunicaciones, el gobierno, el sector sanitario, la fabricación, la educación y 
los productos de consumo. 
 
Lo esencial 
 
Help Desk OTRS (OTRS) es una aplicación web que se instala en un servidor web 
y se puede utilizar con un navegador web. 
 
OTRS se separa en varios componentes. El componente principal es el marco 
OTRS que contiene todas las funciones centrales para la aplicación y el sistema de 
tickets. Es posible instalar aplicaciones adicionales, tales como módulos de OTRS 
:: ITSM, integraciones con soluciones de monitorización de red, una base de 
conocimientos (FAQ), etcétera. 
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Características 
 
OTRS tiene muchas características. La siguiente lista ofrece un resumen de las 
principales características incluidas en el marco de OTRS. 
 
Interfaz de usuario 
 
 OTRS, viene con interfaces web modernos separados para los agentes y 
clientes. 
 Se puede utilizar en cualquier navegador web moderno, incluyendo 
plataformas móviles y está listo retina. 
 La interfaz web se puede personalizar con temas y skins propios. 
 tablero agente potente y personalizable, con descripciones de las entradas 
personales y soporte estadísticas gráfica. 
 Un motor de informes extensible ofrece diversas estadísticas y opciones de 
programación de informes. 
 Con la gestión de procesos es posible definir propias pantallas y procesos 
(flujos de trabajo) de las entradas basadas en las entradas. 
 OTRS tiene una gestión de los derechos incorporados en el que se puede 
ampliar con las listas de control de acceso de grano fino (ACL). 
 Soporte para más de 30 idiomas y diferentes zonas horarias. 
 
 
Interfaz de correo electrónico 
 
 Soporte para mensajes de correo electrónico con archivos adjuntos MIME. 
 Conversión automática de HTML en los mensajes de texto sin formato 
(aumento de la seguridad para el contenido sensible y permite una búsqueda 
más rápida). 
 El correo entrante se puede filtrar y pre-procesados con reglas complejas, 
por ejemplo, para mensajes de spam o de distribución de cola. 
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 Soporte para PGP y S / MIME normas para la llave / certificado de gestión y 
procesamiento de correo electrónico. 
 Las respuestas automáticas, configurables para cada cola. 
 notificaciones por correo electrónico para los agentes acerca de las nuevas 
entradas, seguimientos o tickets desbloqueados. 
 Es posible definir un identificador propio de entradas para reconocer los 
seguimientos, por ejemplo, # de llamadas, entradas # o # solicitud. Hay 
diferentes generadores de números de entradas (basado en la fecha, etc. 
aleatoria) y se puede integrar su propia también. Los seguimientos también 
pueden ser reconocidos por In-referencia a las cabeceras o números de los 
billetes externos. 
Entradas 
 
 OTRS utiliza Las entradas para reunir toda externa una comunicación interna 
que pertenece al mismo grupo. Estas entradas se organizan en las colas. 
 Hay muchas maneras diferentes de ver las entradas en un sistema (basado 
en colas, Estado, escalada, etc.) en diferentes niveles de detalle (/ media / 
pequeña vista previa). 
 La historia de entradas registra todos los cambios en un billete. 
 Las entradas se pueden modificar de muchas maneras, tales como 
responder, reenviar, saltando, moviéndose a otra cola, la actualización de 
atributos (estado, prioridad, etc.), el bloqueo y la contabilidad de tiempo de 
trabajo. Es posible modificar muchos billetes a la vez (acción a granel). 
 A la espera de tiempo y de tiempo de escalamiento / gestión de SLA permite 
la programación y las restricciones de entradas en función del tiempo. 
 Las entradas se pueden vincular a otras entradas u otros objetos, tales como 
entradas de FAQ. 
 OTRS viene con un potente motor de búsqueda que permite realizar 
búsquedas complejas y en texto completo en los billetes. 
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GESTIÓN DE LA CONFIGURACIÓN 
La misión del proceso de Gestión de la Configuración es proporcionar información 
veraz de los componentes de la infraestructura y sus relaciones al resto de 
procesos. 
 
Las tres principales funciones de la Gestión de Configuraciones son: 
 
 Llevar el control de todos los elementos de configuración de la 
infraestructura TI con el adecuado nivel de detalle y gestionar dicha 
información a través de la CMDB. 
 Proporcionar información precisa sobre la configuración TI a todos los 
diferentes procesos de gestión. 
 
Objetivos 
 Proporcionar información precisa y confiable al resto de la organización de 
todos los elementos que conforman la infraestructura TI. 
 Mantener actualizada la Base de Datos de Configuraciones: 
o Registro actualizado de todos los CIs: identificación, tipo, ubicación, 
estado entre otros. 
o Interrelación entre los CIs. 
 Servir de apoyo a los otros procesos en particular, a la Gestión de Incidentes, 
Problemas y Cambios. 
 
Requisitos de hardware y software 
 
OTRS puede ser instalado en muchos sistemas operativos diferentes. OTRS puede 
ejecutarse en Linux y en otros derivados de UNIX (por ejemplo OpenBSD o 
FreeBSD). OTRS no tiene requisitos de hardware excesivas. Recomendamos el 
uso de una máquina con al menos un Xeon de 2 GHz o CPU comparables, 2 GB de 
RAM, y una de 160 GB de disco duro para una instalación pequeña. 
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Para ejecutar OTRS, también tendrá que utilizar un servidor web y un servidor de 
base de datos. Aparte de eso, se debería instalar Perl y / o instalar algunos módulos 
Perl adicionales en la máquina de OTRS. El servidor web y Perl deben estar 
instalados en la misma máquina que OTRS. El back-end de base de datos puede 
ser instalado de forma local o en otro host. 
 
Para el servidor web, se recomienda utilizar el servidor HTTP Apache, debido a que 
su módulo mod_perl mejora en gran medida el rendimiento de OTRS. Aparte de 
eso, OTRS deben ejecutarse en cualquier servidor web que puede ejecutar scripts 
de Perl. 
 
Puede implementar OTRS en diferentes bases de datos. Se puede elegir 
entre MySQL, PostgreSQL u Oracle. Si utiliza MySQL o PostgreSQL usted tiene la 
ventaja de que la base de datos y la configuración del sistema se pueden configurar 
durante la instalación, a través de una interfaz web. 
Para Perl, necesitará algunos módulos adicionales que se pueden instalar ya sea 
con la cáscara y Perl CPAN, o mediante el gestor de paquetes de su sistema 
operativo (rpm, YaST, apt-get). 
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Requisitos de Software 
el soporte en Perl 
 Perl 5,10 o más alto 
compatibilidad con el servidor Web 
 Apache 2 + mod_perl2 o superior (recomendado) 
 Servidor web con soporte para CGI (no se recomienda CGI) 
Base de datos de apoyo 
 MySQL 5.0 o superior 
 MariaDB 
 PostgreSQL 8.4 o superior 
 Oracle 10g o superior 
La sección en el manual sobre la instalación de módulos de Perl describe con más 
detalle cómo se puede configurar aquellos que son necesarios para OTRS. 
Si instala un paquete binario de OTRS, que fue construido para su sistema operativo 
(rpm), o bien el paquete contiene todos los módulos Perl necesarios o el gestor de 
paquetes de su sistema debe tener cuidado de las dependencias de los módulos 
Perl necesarios. 
 
 
El apoyo del navegador Web 
 
Para utilizar OTRS, todo irá bien si utiliza un navegador moderno con soporte 
JavaScript habilitado. Estos navegadores no son compatibles: 
 Internet Explorer antes de la versión 10 
 Firefox antes de la versión 10 
 Safari antes de la versión 5 
Recomendamos mantener su navegador arriba-hasta la fecha. JavaScript y 
rendimiento de la representación en las últimas versiones siempre se 
mejora. problemas de rendimiento espectaculares se puede ver en los sistemas 
más grandes cuando se utilizan versiones anteriores. Estamos encantados de 
consultar sobre esa materia. 
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Interfaz Web del Agente 
 
El agente de interfaz web permite a los agentes para responder a las peticiones del 
cliente, crean nuevas entradas para los clientes u otros agentes, escribir entradas 
sobre las llamadas telefónicas con los clientes, escribir, editar entradas FAQ datos 
de los clientes, etc. 
 
A continuación, la pantalla de inicio de sesión OTRS puede ser alcanzado mediante 
el uso de la dirección de dialnet.net.co en un navegador web (figura siguiente). 
 
 
Ilustración 1 Pantalla de conexión de la interfaz del agente 
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Acceso al Sistema de Información 
 
Acceder a la pantalla de inicio de sesión como se describe en la sección interfaz 
web del agente . Introduzca un nombre de usuario y contraseña, el cual debe ser 
suministrado por el Ingeniero de Servicio a cargo, el cual es el administrador del 
sistema. 
 
VISTA PRINCIPAL 
 
Al iniciar la sesión con éxito en el sistema, se le presenta la página Panel (figura 
siguiente). Muestra sus entradas cerradas con llave, permite el acceso directo a 
través de los menús de los puntos de vista de la cola, de estado y de escalamiento, 
y también tiene opciones para la creación de nuevas entradas de teléfono y correo 
electrónico. También se presenta un breve resumen de las entradas utilizando 
diferentes criterios. 
 
 
Ilustración 2 Tablero de instrumentos de la interfaz del agente 
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Para mejorar la claridad, la interfaz web en general se divide en diferentes áreas. La 
fila superior de cada página muestra cierta información general, el mismo nombre 
de usuario, el botón de cierre de sesión, iconos indicación del número de entradas 
bloqueadas con acceso directo a ellos, enlaces para crear un nuevo billete de 
teléfono / e-mail, etc.  
 
También hay iconos ir a los puntos de vista de colas, de estado y de escalamiento. 
Por debajo de la fila de iconos es la barra de navegación. Se muestra un menú que 
le permite navegar a diferentes áreas o módulos del sistema, lo que le permite 
ejecutar algunas acciones globales. Al hacer clic en el botón del tablero de 
instrumentos que necesita para el tablero de instrumentos. Si hace clic en el botón 
Entradas, obtendrá un submenú con opciones para cambiar de imagen del billete, 
crear un nuevo ticket (teléfono / e-mail) o buscar un vuelo específico.  
MODULO CMDB 
 
La base de datos de gestión de configuración (CMDB) no es una base de datos en 
el sentido técnico, sino un modelo conceptual de TI, que es indispensable para la 
gestión de servicios de TI eficiente. Todos los componentes de TI y los inventarios 
se gestionan en la CMDB. gestión de la configuración es superior a la gestión de 
activos, a menudo se utiliza incorrectamente como sinónimo, ya que no sólo los 
activos de documentos desde un punto de vista financiero, pero capta información 
sobre la relación entre los componentes, especificaciones o su ubicación. Así 
soporte de TI puede acceder rápidamente a la información sobre la 
interdependencia de los servicios de TI y los componentes de TI (= elementos de 
configuración = IC) necesarios para ellos. 
 
De acuerdo con ITIL, una CMDB debe estar relacionada con las siguientes 
funcionalidades: 
 Descripción de la relación y / o interdependencia entre los IC 
 El cambio de IC atributos (por ejemplo, números de serie) 
 Localización y gestión de usuarios de IC 
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 Integración a través de los procesos de ITIL representados en el 
sistema 
OTRS ITSM cumple con todos los requisitos establecidos anteriormente y ofrece 
numerosas funciones adicionales de soporte de TI en la CMDB. 
ACCESO A LA CMDB 
 
El acceso a este modulo es mediante el panel principal, este permitirá acceder 
fácilmente a la Base de Datos de Configuración de Equipos Activos. 
 
Importante: este modulo solo estará habilitado para los agentes que se encuentren 
habilitados para visualizar esta información, en caso de usted no contar con el 
acceso y sea uno de los agentes con el acceso habilitado, deberá contactar al 
Administrador del Sistema. 
 
 
 
 
Ilustración 3 Acceso a la CMDB dentro del Sistema 
 
 
 
 
 
 
 
 
CMDB 
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Menú de la CMDB 
 
Dentro del modulo CMDB se dispone de un menú que permitirá al usuario, listar los 
CIs disponibles en la base de datos, agregar un nuevo CI o buscarlo. 
 
 
Ilustración 4 Vista del Menú de la CMDB 
 
La interfaz de la opción CMDB está compuesta por:  
 Un Menú principal 
 
MENU PRINCIPAL: 
Resumen: Permite tener un listado de los CIs 
disponibles en la base de datos, 
donde pueden ser clasificados por: 
Todos, Computadores, Hardware, 
Localidad, Network o Software. 
Nuevo: Permite crear un nuevo elemento. El 
elemento, documento o dato cambia 
depende de la información que vaya 
creando el usuario.  
Buscar: Permite buscar de forma rápida un 
CI para consultar su respectiva 
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información. Para buscar todos los 
CIs, en la opción texto digite un 
asterisco (*), de inmediato se listarán 
todos los elementos de 
configuración.  
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Los Elementos de Configuración 
 
Información general del ejemplar de CI almacenados  (en parte), cada CI cuenta 
con un estado actual: 
 
Ilustración 5 Listar los CIs Disponibles 
 
 
Ilustración 6 Vista de detalle de un CI 
El gráfico ilustra los vínculos entre los elementos de configuración. OTRS diferencia 
entre los enlaces bidireccionales y no direccionales. Cada vez que un CI está 
vinculado a otro objeto CMDB, OTRS ITSM crea automáticamente el enlace inverso 
respectivo. 
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Creación de un CI 
 
A continuación explicaremos como crear un CI dentro de la CMDB, esta creación 
solo podrá ser realizara por el Jefe de Operaciones o el Ingeniero de Infraestructura, 
que serán los cargos habilitados para la administración y gestión de la CMDB dentro 
de OTRS. 
 
Para crear un CI se deberá: 
1. Elegir la clase a la que pertenece el CI que desea ingresar, al elegir la opción 
Nuevo, aparece la pantalla que se muestra a continuación, como se aprecia 
en la imagen se listan las clases disponibles en la base de datos. 
 
2. Seleccione una clase de la lista para crear un nuevo elemento de 
configuración, podrá elegir: CPE, Hardware, Infraestructura TI, Localidad, 
Nodo, Software 
 
Ilustración 7 elegir una clase para crear un CI 
Para la realización de este manual, tomaremos como ejemplo la creación de un 
computador de escritorio, por lo que elegiremos Infraestructura TI. 
 
Para tener certeza de elegir la clase adecuada, se relaciona a continuación la 
definición y clasificación de las clases disponibles en el sistema: 
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Clasificación de los elementos de configuración 
 
Luego de estudiar la infraestructura tecnológica de Dialnet de Colombia S.A.E.P.  se 
detecto que existían tres áreas que deberían ser abarcadas primordialmente, la 
infraestructura de Dialnet de Colombia S.A.E.SP. que permite la operación de sus 
oficinas, sucursales, y demás centros de atención. Los CIs que hacen parte de la 
red nacional de transmisión y necesarios para el funcionamiento de los servicios de 
Internet y Datos a nivel nacional. Y por últimos los equipos instalados en sedes del 
cliente, que son los equipos finales. 
Por lo anterior se definió la siguiente clasificación: 
 C.P.E. 
ITSM::CONFIGUREN::C.P.E.::TAYPE VALIDEZ 
Demarcador de fibra válido 
ONT válido 
Router válido 
Suscriptor BA válido 
Suscriptor COR válido 
Ilustración 8 Clasificación para CI tipo C.P.E. 
 
 
 
 Hardware 
ITSM::CONFIGUREN::HARDWARE::TAYPE VALIDEZ 
Backup Device válido 
Beamer válido 
Camara válido 
Docking Station válido 
Equipo de Medición válido 
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ITSM::CONFIGUREN::HARDWARE::TAYPE VALIDEZ 
IP Camera válido 
Impresora válido 
Modem válido 
Monitor válido 
Mouse válido 
Other válido 
PCMCIA Card válido 
Router válido 
Scanner válido 
Security Device válido 
Switch válido 
Teclado válido 
USB Device válido 
WLAN Access Point válido 
Ilustración 9 Clasificación para CI tipo Hardware 
 Infraestructura TI 
ITSM::CONFIGUREN::INFRAESTRUCTURATI::TAYPE VALIDEZ 
Desktop válido 
Otro válido 
PDA válido 
Portátil válido 
Servidor válido 
Tablet válido 
Teléfono IP válido 
 Software 
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ITSM::CONFIGUREN::SOFTWARE::TAYPE VALIDEZ 
Admin Tool válido 
Client Application válido 
Client OS válido 
Embedded válido 
Middleware válido 
Other válido 
Server Application válido 
Server OS válido 
User Tool válido 
Ilustración 10 Clasificación para CIs tipo Software 
 Localidad 
 
ITSM::CONFIGUREN::LOCALIDAD::TAYPE VALIDEZ 
Cuarto válido 
Edificación válido 
Espacio de Trabajo válido 
Nodo válido 
Oficina válido 
Oficinas de TI válido 
Other válido 
Outlet válido 
Piso válido 
Rack válido 
Ilustración 11 Clasificación para CI tipo Localidad 
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 Nodo 
ITSM::CONFIGUREN::NODO:: VALIDEZ 
ATA VoIP válido 
Access Point válido 
Aire Acondicionado válido 
Batería válido 
Cmmicro válido 
Conversor de media válido 
Extractor de calor válido 
Firewall válido 
GPS válido 
Inversor válido 
Módulo Rectificador válido 
ODF válido 
OLT válido 
PTP Master válido 
PTP Slave válido 
Planta Electrica válido 
Router válido 
Sensor de temperatura válido 
Supresor de pico válido 
Switch válido 
Telefono válido 
UTM válido 
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Ya una vez definidas las clases, se procede a elegir la clase a la que pertenece el 
CI a crear, el cual parecerá en la pantalla que se muestra a continuación: 
 
TI DIALNET
INFRAESTRUCTURA 
TI
PORTATIL
DESKTOP VENTAS
DESKTOP GERENTE
NODO
SWITCH CORE
ROUTER
CPE
ROUTER 1
ROUTER 2
ANTENA 4
LOCALIDAD
SANTA MARTA
CIENAGA
BARRANQUILLA
SOFTWARE
OFFICE 
WINDOWS
PROJECT
HARDWARE
EXFO
OTDR
HAZ DE LUZ
EMPALMADORA 
O.F.
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Ilustración 12 Vista detallada para crear un CI 
Se proceden a detallar cada uno de los campos que se listan en la pantalla: 
Campo Descripción Ejemplo 
Nombre Nombre del elemento de 
configuración, se deberá 
colocar la abreviatura 
seguida del código activo, 
marca y área donde se 
encuentra instalado. 
PC-3480 HP Ventas 
Deployment State Estado del CI 
Implementado, se deberá 
escoger el estado del CI al 
momento de ser ingresado 
a la CMDB, se deberá elegir 
la opción dentro de la lista 
(Expired, Inactive, 
Maintenance, Pilot, 
Review 
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Planned, Production, 
Repair, Retired, Review, 
Test/QA). 
Incident State Estado del incidente, se 
deberá indicar si es: 
incidente u operacional 
Operacional 
Vendedor Nombre del Proveedor, por 
medio del cual, la 
organización adquirió el CI 
MakroComputo 
Model Modelo del CI, el cual 
aparece en la parte trasera 
de cualquier equipo de 
computo y/o electrónico. 
HP530gh 
Descripción Se ingresa una breve 
descripción del CI, este 
campo es opcional. 
Computador asignado 
para la persona que se 
desempeñe en el 
cargo: Asesor de 
Ventas 
Tipo Se elige que tipo de CI es 
este elemento que 
pertenece a la clase 
Computer(Desktop, Laptop, 
Other, PDA, Server, 
Teléfono) 
Desktop 
Propietario Se elige a la persona o 
empresa a la cual se le 
asigno el CI, este deberá 
estar creado anteriormente 
en la base de datos de 
clientes de OTRS. 
Andrea Bojanini 
Bermúdez 
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Serial Number Se ingresara el numero de 
serial del equipo, como 
aparece en la tarde trasera 
del dispositivo. 
FDXSA5432HGFD455 
Sistema Operativo Se escribe el sistema 
operativo que tiene 
instalado el CI 
Windows  
CPU CPU del equipo  
RAM Se ingresa en números el 
tamaño de la memoria 
RAM, sea esta en MB o GB 
6 GB 
Hard Disk Se deberá ingresar que tipo 
de disco duro tiene el CI 
que se esta ingresando. 
 
Capacity Capacidad del disco duro 1 TB 
Nombre de dominio 
totalmente calificado 
Se tiene disponible esta 
opción en caso de que la 
organización desea 
implementar dominios 
dentro de su 
infraestructura, como 
Dialnet con utiliza esta 
herramienta, dejaremos 
este campo en blanco. 
 
Network Adapter 
 
Se detalla la descripción del 
adaptador de red 
 
IP over DHCP  SI 
IP Address Se debe indicar la dirección 
IP asignada al equipo. Esta 
IP debe estar también 
192.168.5.33 
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documentada en el 
IPPLAN. 
Graphic Adapter: Se detalla la descripción de 
la tarjeta grafica 
 
Other Equipment En caso de que se requiera 
agregar mas componentes 
al CI, se erigirá esta opción. 
 
Warranty Expiration Date Fecha de expiración de la 
garantía del equipo. 
18/5/2018 
Install Date Fecha en la que se instalo 
el equipo. 
18/2/2016 
Nota  Permite agregar un campo 
tipo descripción en caso de 
que se desean agregar una 
descripción adicional. 
 
Anexo Se pueden adjuntar anexos 
al CI, como factura, 
garantía, manual y/o otros. 
 
 
Una vez ingresados todos los campos disponibles, presionan el botón enviar:  
 
 
 
y posterior a esto, aparecerá la vista de detalla del CI que acabamos de ingresar a 
la CMDB, la cual se muestra a continuación. 
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Ilustración 13 Vista de detalle de un CI 
 
Crear relaciones al CI 
 
La CMDB en OTRS le permite al usuario relacionar o desasociar el elemento de 
configuración a otros CIs, con el fin de tener una perspectiva general del elemento 
de configuración como tal. 
 
1. Desde el menú de cada ítems, en el panel superior de la ventana, haga clic 
en (Enlazar). 
 
 
Ilustración 14 Menú de cada CI 
 
 
 
 
 
 
 32 
 
2. Inmediatamente se selecciona la opción, aparece la ventana emergente, que 
permite buscar y seleccionar con que objeto se va a relacionar el CI sobre el 
cual se esta realizando la relación. Y en la primera opción se muestran los 
tipos de relaciones que se pueden establecer. 
 
3. En la ventana que se despliega deberá ingresar los criterios de búsqueda de 
los CIs que desea relacionar; después presiones (Buscar). Luego de esto, 
seleccione el CI a relacionar. 
 
 
Ilustración 15 Enlazar un CI 
Crear y asociar componentes al CI 
 
Un componente es cada elemento que hace parte de un CI. Los componentes se 
crean por la necesidad de enrutar las ordenes de mantenimiento a la CMDB. Por 
ejemplo, si se registra como un CI una impresora, entonces el disco duro extraíble, 
mouse, etc., son sus respectivos componentes. 
 
1. Al momento de la creación de un CI se cuenta con la opción (otro 
componente), el cual nos permite agregar uno o mas componentes. 
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a. Nota: depende del desarrollo e implementación de cada empresa, el 
nivel de detalle y de profundidad con el cual desee implementar la 
CMDB. 
2. Presiones (Enviar) para guarda el registro del CI y del componente. 
3. Luego de esto, enseguida se muestra el CI y sus correspondientes 
componentes asociados. 
 
Asociar propietarios al CI 
 
Algunos elementos de configuración son utilizados por uno o mas usuarios, y en 
nuestro caso también por socios de negocio, por lo que es conveniente asociar los 
que están directa o indirectamente relacionados al CI. 
 
1. Al momento de la creación de un CI se cuenta con el campo (Propietario), en 
el cual se deberá realizar la búsqueda del usuario o cliente que tiene 
asignado o asociado el CI que se esta ingresando a la CMDB. 
 
 
Ilustración 16 Asociar un propietario a un CI 
2. Presiones (Enviar) para guarda el registro del CI y del componente. 
 
Duplicar un CI 
 
En caso de que usted desee copiar en la base de datos un con las mismas 
características del que haya ingresado previamente, siga los pasos dados a 
continuación: 
1. Ubíquese sobre el registro del CI que desee duplicar. 
2. Seleccione el CI y haga clic izquierdo, sobre la opción del menú superior que 
dice (Duplicate). 
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3. De inmediato el CI se crea. Si usted desea, puede editar las características 
que diferencien el CI duplicado del original 
 
Buscar un CI especifico 
 
Si requiere realizar la búsqueda de forma rápida un CI para consultar su respectiva 
información, siga estos pasos: 
1. Desde el menú del modulo CMDB, seleccione el botón (Buscar). 
2. Escoja la clase a la cual pertenece el CI que desea buscar. 
3. En la ventana que se despliega ingrese los criterios de búsqueda por los 
cuales desea filtrar los resultados. Si desea buscar todos los Cis, no ingrese 
ningún criterio y presiones (Buscar). 
 
Consultar Historial de un CI 
 
En caso de solicitar el historial para consultar los cambios que se han realizado 
sobre un CI en todo su ciclo de vida, se cuenta con la opción (Historial), el cual nos 
permite visualizar desde la creación todas las modificaciones que ha sufrido un CI. 
 
Para consultar el historial de un elemento de configuración, siga los siguientes 
pasos: 
1. Desde el menú de cada ítems, en el panel superior de la ventana, haga clic 
en (Historial). 
 
 
Ilustración 17 Consultar historial de un CI 
 
2. Inmediatamente seleccionada la opción Historial, aparecerá la siguiente 
ventana emergente, que nos muestra el historial detallado de cada CI: 
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Ilustración 18 Historial de un CI 
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GLOSARIO 
 
 CATEGORÍA: Es el conjunto bajo el cual se ubican diversos elementos 
pertenecientes a ella. Mediante las categorías, se configura una ubicación 
jerárquica de elementos. 
 
 CI (Configuration Item): Cualquier objeto (inventariado) que haga parte de 
la infraestructura de la empresa como, computadores personales, servidores, 
impresoras, teclados, teléfonos, entre otros. 
 
 Componente: Cada elemento que hace parte de un CO. Los componentes 
se crean por la necesidad de enrutar las ordenes de mantenimiento. 
 
 Elemento de Configuración: Es el concepto en español de CI. 
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CONOCIMIENTOS BASICOS PARA COMPRENDER METODOLOGIA ITIL 
 
METODOLOGÍA ITIL 
Desarrollada a finales de 1980, la Biblioteca de Infraestructura de Tecnologías de la 
Información ITIL se ha convertido en el estándar mundial de factor en la Gestión de 
Servicios Informáticos. Iniciado como una guía para el gobierno del Reino Unido, la 
estructura base ha demostrado ser útil para las organizaciones en todos los sectores 
a través de su adopción por innumerables compañías como base para consulta, 
educación y soporte de herramientas de software. Hoy, ITIL es conocido y utilizado 
mundialmente.  
ITIL fue desarrollada al reconocer que las organizaciones dependen cada vez más 
de la Informática para alcanzar sus objetivos corporativos. Esta dependencia en 
aumento ha dado como resultado una necesidad creciente de servicios informáticos 
de calidad que se correspondan con los objetivos del negocio, y que satisfagan los 
requisitos y las expectativas del cliente. 
 A través de los años, el énfasis pasó de estar sobre el desarrollo de las aplicaciones 
TI a la gestión de servicios TI. La aplicación TI (a veces nombrada como un sistema 
de información) sólo contribuye a realizar los objetivos corporativos si el sistema 
está a disposición de los usuarios y, en caso de fallos o modificaciones necesarias, 
es soportado por los procesos de mantenimiento y operaciones. 
A lo largo de todo el ciclo de los productos TI, la fase de operaciones alcanza cerca 
del 70-80% del total del tiempo y del coste, y el resto se invierte en el desarrollo del 
producto (u obtención). De esta manera, los procesos eficaces y eficientes de la 
Gestión de Servicios TI se convierten en esenciales para el éxito de los 
departamentos de TI. Esto se aplica a cualquier tipo de organización, grande o 
pequeña, pública o privada, con servicios TI centralizados o descentralizados, con 
servicios TI internos o suministrados por terceros. En todos los casos, el servicio 
debe ser fiable, consistente, de alta calidad, y de coste aceptable. 
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Visión/Misión general ITIL 
Siendo un marco de buenas prácticas ITIL: 
 Describe los objetivos y metas principales en la administración TI. 
 Actividades y fases generales. 
 Entradas/Salidas de múltiples procesos. 
 No pretende describir las operaciones del día a día. 
Los elementos ITIL pueden ser incorporados evolutivamente a las organizaciones, 
en coexistencia de otras formas de administración anteriores. La distribución y 
release oficial de ITIL está a cargo de la ITSMF o IT Service Management Forum, 
organización internacional sin fines de lucro (libre de compromisos con 
proveedores) dirigida por sus miembros (Organizaciones, Proveedores y Usuarios). 
El siguiente diagrama, elaborado por la OGC, ilustra los cinco elementos que son 
foco del conjunto de las prácticas ITIL, estos son: 
 
 
Ilustración 19 cinco focos de las buenas prácticas ITIL 
Cada uno de estos tópicos está detallado en una serie de libros, los que se 
enumeran a continuación: 
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 Business Perspective: Libro que cubre el rango de problemas 
concernientes a entendimiento y mejoras de aprovisionamiento de Servicios 
TI. 
 Service Delivery: Libro que describe las principales consideraciones en la 
entrega de un Servicio TI a clientes. 
 Services Support: Libro contiene las recomendaciones dirigidas al 
aseguramiento de la continuidad del Servicio TI y el acceso de los clientes al 
mismo., los tópicos discutidos son: 
o Service Desk (Mesa de Ayuda). 
o Incident Management (Gestión de Incidentes). 
o Problem Management (Gestión de Problema). 
o Change Management (Gestión de Cambios). 
o Release Management (Gestión de Versiones). 
 
 Manage the Infrastructure: Incluye recomendaciones para operacionales 
sobre la infraestructura. 
 Managing Applications: Libro que contiene recomendaciones que están 
sujetas a ciclos de vida de los procesos software y las etapas de pruebas de 
Servicio TI. 
 
De toda esta bibliografía, los libros más usados (y necesario para todos los 
niveles de certificación) son los de “Service Delivery” y “Service 
Support”. Y para la implementacion de ITIL dentro de este proyecto, en 
particular, los tópicos de “Services Support”.  
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Arquitectura de Service Support 
 
El siguiente diagrama muestra cómo se relacionan los procesos ITIL: 
 
Ilustración 20 diagrama relaciones procesos ITIL 
 Organización, Clientes y Usuarios: Son todos aquellos que utilizan Servicios TI 
dentro de la Organización, a todo nivel. 
o Clientes: Los que contratan de forma externa los Servicio TI. 
o Usuarios: Son aquellos que utilizan los Servicios TI, como 
herramientas en sus actividades, por ejemplo, Sistemas BSS, intranet 
corporativa o correo corporativo. 
o Organización: La propia organización se toma como una 
usuario/cliente de los Servicios TI, ya que muchas de las estrategias 
organizacionales se llevan a cabo a través de TI. 
 Service Desk: En general es la interfaz con cualquier usuario que utilice 
Servicios TI de una organización. Lleva a cabo principalmente estas tareas. 
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o Sirviendo de punto único de registro y escalamiento de incidentes (en 
relación a Gestión de Incidentes). 
o Aplicando soluciones conocidas por los ejecutivos de 1º y 2º nivel de 
Mesa de Ayuda, si existe algún error conocido y repetitivo, en alguna 
regla en base de dato de conocimiento o KB (no necesariamente en 
una BD relacional), por ejemplo, actualización diaria del antivirus, que 
provoca lentitud en intranet. (en relación con Gestión de Problemas). 
o Colaborando con la Gestión de Configuración de la CMDB, en 
particular registrando eventos dentro del ciclo de vida de un Incidente. 
o Gestionando cambios solicitados vía RFC (Request For Change), de 
acuerdo a procedimientos definidos en Gestión de Cambios y Gestión 
de Versiones, por ejemplo reportando degradaciones del Servicio TI a 
los Grupos de Expertos Técnicos, asociado a un Cambio 
Implementado recientemente. 
 
 Gestión de Incidentes: Tiene por objetivo resolver cualquier incidente que 
cause una interrupción en los Servicios TI, de la forma más rápida y eficaz 
posible, muchas veces dejando las soluciones definitivas a Gestión de 
Problemas (el cual se encarga de hacer seguimientos de incidentes y 
encontrando causas técnicas comprobables). 
 
 Gestión de Problemas: Se encarga de investigar causas subyacentes a 
cualquier alteración real o potencial de Servicio TI. Una vez hecho esto 
ingresará una RFC, o cambio en la configuración de un Servicio TI, el cual 
debería solucionar el problema y finalmente realizar una revisión post 
implementación (PIR en ITIL), en comunicación con Gestión de Cambio. 
 
 
 Gestión de Cambios: Sus principales actividades son: 
o Evaluar el impacto de los posibles cambios sobre la Infraestructura TI. 
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o Gestionar los cambios (RFC) mediante procesos y procedimientos 
estandarizados y consistentes. 
o Actualizar la CMDB o la documentación disponible. 
o Revisar junto a los usuarios (a través de la Mesa de Ayuda) y los 
grupos de expertos técnicos que ejecutaron el cambio, los resultados 
post implementación. 
 
 Gestión de Versiones: Se encarga de: 
o Implementar las actividades de los cambios. 
o Desarrollar planes de “roll-out” (lanzamiento de nuevas versiones) y 
“backout” (recuperación de versiones antiguas). 
 
 Gestión de Configuraciones: Sus actividades principales son: 
o Llevar el registro de los principales elementos de configuración o CI 
(Configuration Item) de la infraestructura TI. 
o Realizar auditorías periódicas de la configuración. 
o Proporcionar información oportuna y precisa sobre la configuración TI 
a todos los diferentes procesos de gestión, en particular a Gestión de 
Cambios, como herramienta de evaluación de impacto al Servicio TI, 
relacionada a una RFC. 
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Gestión de configuración 
 
Las cuatro principales funciones de la Gestión de Configuraciones pueden 
resumirse en: 
 Llevar el control de todos los elementos de configuración de la infraestructura 
TI con el adecuado nivel de detalle y gestionar dicha información a través de 
la Base de Datos de Configuración (CMDB). 
 Proporcionar información precisa sobre la configuración TI a todos los 
diferentes procesos de gestión. 
 Interactuar con las Gestiones de Incidentes, Problemas , Cambios y 
Versiones de manera que estas puedan resolver más eficientemente las 
incidencias, encontrar rápidamente la causa de los problemas, realizar los 
cambios necesarios para su resolución y mantener actualizada en todo 
momento la CMDB. 
 Monitorizar periódicamente la configuración de los sistemas en el entorno de 
producción y contrastarla con la almacenada en la CMDB para subsanar 
discrepancias. 
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Ilustración 21 Diagrama Gestión de Configuración 
Objetivo 
Sus principales objetivos se pueden resumir en: 
 Llevar un registro adecuado de los CI’s y de los eventos que ocurren sobre 
ella, a través de la CMDB, los que se resumen en: 
o Identificación e historial de los CI’s que componen la infraestructura 
tecnológica. 
o Las relaciones que existen entre los distintos CI’s. 
o Servicios TI que componen algunos CI’s. 
 Se denomina Gestión de Cambios a los protocolos definidos para actualizar 
la CMDB. 
 Proporcionar información a los otros procesos de ITIL. 
o Gestión de Incidentes: Para encontrar rápida solución a problemas 
conocidos. 
o Gestión de Problemas: Navegar por los registros históricos, de los 
trabajos en la infraestructura, para determinar causales de dichos 
problemas. 
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o Gestión de Cambios: Para determinar el impacto del cambio sobre 
algún componente, y además es en este proceso donde se actualizan 
las relaciones. 
 Generar auditorias periódicas, que contrasten lo que existe en la CMDB con 
el ambiente de producción. 
Es importante considerar que la CMDB no es un registro de inventario o de 
stock, sino más bien debe representar una imagen global de la infraestructura 
TI de la organización que permita tomar decisiones estratégicas, siendo el 
núcleo de información de todos los procesos ITIL. 
 
Es evidente que no se puede gestionar correctamente lo que se desconoce. 
Es esencial conocer en detalle la infraestructura TI de nuestras organizaciones para 
obtener el mayor provecho de la misma. La principal tarea de la Gestión de 
Configuraciones es llevar un registro actualizado de todos los elementos de 
configuración de la infraestructura TI junto con sus interrelaciones. 
 
Esto no es una labor sencilla y requiere la colaboración de los Gestores de los otros 
procesos, en particular, de la Gestión de Cambios y Versiones. 
Los objetivos principales de la Gestión de Configuraciones se resumen en: 
 Proporcionar información precisa y fiable al resto de la organización de todos 
los elementos que configuran la infraestructura TI. 
 Mantener actualizada la Base de Datos de Configuraciones: 
o Registro actualizado de todos los CIs : identificación, tipo, ubicación, 
estado. 
o Interrelación entre los CIs. 
o Servicios que ofrecen los diferentes CIs. 
 Servir de apoyo a los otros procesos, en particular, a la Gestión de 
Incidentes, Problemas y Cambios. 
Los beneficios de una correcta Gestión de Configuraciones incluyen, entre otros: 
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 Resolución más rápida de los problemas, que redunda en una mayor 
calidad de servicio. Una fuente habitual de problemas es la incompatibilidad 
entre diferentes CIs, drivers desactualizados, etc. La detección de estos 
errores sin una CMDB actualizada alarga considerablemente el ciclo de vida 
de un problema. 
 Una Gestión de Cambios más eficiente. Es imprescindible conocer la 
estructura previa para diseñar un cambio que no genere nuevas 
incompatibilidades y/o problemas. 
 Reducción de costes. El conocimiento detallado de todos los elementos de 
configuración permite, por ejemplo, eliminar duplicidades innecesarias. 
 Control de licencias. Se pueden identificar tanto copias ilegales de software 
que pueden suponer tanto peligros para la infraestructura TI en forma de 
virus, etc. como incumplimientos de los requisitos legales que pueden 
repercutir negativamente en la organización. 
 Mayores niveles de seguridad. Una CMDB actualizada permite, por 
ejemplo, detectar vulnerabilidades en la infraestructura. 
 Mayor rapidez en la restauración del servicio. Si se conocen todos los 
elementos de configuración y sus interrelaciones será mucho más sencillo 
recuperar la configuración de producción en el tiempo más breve posible. 
 
Las principales dificultades con las que topa la Gestión de Configuraciones son: 
 Una incorrecta planificación: es esencial programar correctamente las 
actividades necesarias para evitar duplicaciones o incorrecciones. 
 Estructura inadecuada de la CMDB: mantener actualizada una base de 
datos de configuraciones excesivamente detallada y completa puede ser una 
tarea engorrosa y que consuma demasiados recursos. 
 Herramientas inadecuadas: es necesario disponer del software adecuado 
para agilizar los procesos de registro y sacar el máximo provecho de 
la CMDB. 
 Falta de Coordinación con la Gestión de Cambios y Versiones que 
imposibilita el correcto mantenimiento de la CMDB. 
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 Falta de organización: es importante que haya una correcta asignación de 
recursos y responsabilidades. Es preferible, cuando sea posible, que 
la Gestión de Configuraciones sea llevada a cabo por personal 
independiente y especializado. 
 Falta de compromiso: los beneficios de la Gestión de Configuraciones no 
son inmediatos y son casi siempre indirectos, lo que puede provocar el 
desinterés de la gestión de la empresa y consecuentemente de los agentes 
implicados. 
  
Definiciones de la Gestión De Configuración 
 
A lo largo de este capítulo hemos utilizado y utilizaremos con profusión conceptos 
tales como elementos de configuración (CI) y base de datos de gestión de 
configuraciones (CMDB) es por lo tanto conveniente que nos detengamos en dar 
una definición precisa de ambos. 
Elementos de configuración: todos, tanto los componentes de los servicios TI 
como los servicios que éstos nos ofrecen, constituyen diferentes elementos de 
configuración. A modo de ejemplo citaremos: 
 Dispositivos de hardware como PCs, impresoras, routers, monitores, etc. así 
como sus componentes: tarjetas de red, teclados, lectores de CDs, ... 
 Software: sistemas operativos, aplicaciones, protocolos de red, ... 
 Documentación: manuales, acuerdos de niveles de servicio, ... 
En resumen, todos los componentes que han de ser gestionados por la organización 
TI. 
 
Base de Datos de la Gestión de Configuraciones: esta base de datos debe 
incluir: 
 Información detallada de cada elemento de configuración. 
 Interrelaciones entre los diferentes elemento de configuración, como, por 
ejemplo, relaciones "padre-hijo" o interdependencias tanto lógicas como 
físicas 
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La CMDB no se limita a una mera enumeración del stock de piezas sino que nos 
brinda una imagen global de la infraestructura TI de la organización. 
Proceso 
Las principales actividades de la Gestión de Configuraciones son: 
 Planificación: determinar los objetivos y estrategias de la Gestión de 
Configuraciones. 
 Clasificación y Registro: los CIs deben ser registrados conforme al alcance, 
nivel de profundidad y nomenclatura predefinidos. 
 Monitorización y Control: monitorizar la CMDB para asegurar que todos los 
componentes autorizados estén correctamente registrados y se conoce su 
estado actual. 
 Realización de auditorías: para asegurar que la información registrada en 
la CMDB coincide con la configuración real de la estructura TI de la 
organización. 
 Elaboración de informes: para evaluar el rendimiento de la Gestión de 
Configuraciones y aportar información de vital importancia a otras áreas de 
la infraestructura TI. 
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Ilustración 22 Proceso de la Gestión de Configuración 
 
 
Consideraciones de Diseño 
 
La principal tarea de Gestión de Cambios es mantener la CMDB actualizada, es por 
eso que es imprescindible que ésta este diseñada bajo objetivos realistas, ya que 
por un lado, si no existe capacidad de actualizarla, la herramienta no restará utilidad. 
Por otra parte, el nivel de detalle debe ser adecuado, debe existir al menos  registro 
de los sistemas críticos. La ponderación correcta de los anteriores, eleva las 
posibilidades de éxito. 
Planificación 
 
La Gestión de Configuraciones es uno de los pilares de la metodología ITIL® por 
sus interrelaciones e interdependencias con el resto de procesos. Por ello su 
implantación es particularmente compleja. 
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Aunque ofrecer un detallado plan de implementación de la Gestión de 
Configuraciones va mucho más allá de lo que aquí podemos ofrecer, creemos 
conveniente, al menos, destacar algunos puntos que consideramos esenciales: 
 Designar un responsable: una descentralización excesiva puede generar 
descoordinación y llevar al traste todo el proceso. 
 Invertir en alguna herramienta de software adecuada a las actividades 
requeridas: una organización manual es impracticable. 
 Realizar un cuidadoso análisis de los recursos ya existentes: gestión de 
stocks, activos, etc. 
 Establecer claramente: 
o El alcance y objetivos 
o El nivel de detalle 
o El proceso de implementación: orden de importancia, cronograma, 
... 
 Coordinar el proceso estrechamente con la Gestión de Cambios, Gestión 
de Versiones y los Departamentos de Compras y Suministros 
Una falta de planificación conducirá con total certeza a una Gestión de 
Configuraciones defectuosa con las graves consecuencias que esto supondrá 
para el resto de los procesos. 
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Clasificación y Registro 
 
La principal tarea de la Gestión de Configuraciones es mantener la CMDB. Es 
imprescindible, para llevar esta labor con éxito, predeterminar la estructura 
del CMDB de manera que: 
 Los objetivos sean realistas: una excesiva profundidad o detalle puede 
sobrecargar de trabajo a la organización y resultar, a la larga, en una dejación 
de responsabilidades. 
 La información sea suficiente: debe existir, al menos un registro de todos 
los sistemas críticos para la infraestructura TI. 
Alcance 
 
En primer lugar habremos de determinar que sistemas y componentes TI van a ser 
incluidos en la CMDB: 
 Es esencial incluir al menos todos los sistemas de hardware y software 
implicados en los servicios críticos. 
 Se debe determinar que CIs deben incluirse dependiendo del estado de su 
ciclo de vida. Por ejemplo, pueden obviarse componentes que ya han sido 
retirados. 
 Es recomendable incorporar, al menos, la documentación asociada a 
proyectos, SLAs y licencias. 
En general cualquier servicio o proceso es susceptible de ser incluido en 
la CMDB pero unos objetivos en exceso ambiciosos pueden resultar 
contraproducentes. 
Nivel de detalle y Profundidad 
 
Una vez determinado el alcance de la CMDB es imprescindible establecer el nivel 
de detalle y profundidad deseados: 
 Determinar los atributos que describen a un determinado CI. 
 Tipo de relaciones lógicas y físicas registradas entre los diferentes CIs. 
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 Subcomponentes registrados independientemente. 
Por ejemplo, si se decide incluir los equipos de sobremesa en la CMDB: 
 Atributos: Fecha de compra, fabricante, procesador, sistema operativo, 
propietario, estado, coste, etc. 
 Relaciones: conexión en red, impresoras conectadas, etc. 
 Profundidad: tarjetas de red, discos duros, tarjetas gráficas, etc. 
 
 
Ilustración 23 Alcance y Profundidad de la CMDB 
 
Nomenclatura 
 
Aunque este sea un aspecto muy técnico es de vital importancia predefinir los 
códigos de clasificación de los CIs para que el sistema sea funcional: 
 La identificación debe ser, por supuesto, única y si es posible interpretable 
por los usuarios. 
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 Este código debe ser utilizado en todas las comunicaciones referentes a 
cada CI y si es posible debe ir físicamente unido al mismo (mediante una 
etiqueta de difícil eliminación). 
 Los códigos no deben ser sólo utilizados para componentes de hardware sino 
también para documentación y software. 
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