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บุคคล โดยเฉพาะการจัดเก็บข้อมูลชีวมาตร ซึ่งมีผลมาจากความก้าวหน้าทางเทคโนโลยีที่ก็บรวบรวม 
ใช้ หรือเปิดเผยข้อมูลส่วนบุคคล การเข้าถึงข้อมูลส่วนบุคคลท าได้โดยง่าย สะดวก และรวดเร็ว อันมี
ผลกระทบต่อความมั่นคง และเศรษฐกิจโดยรวม ประเทศไทยจึงได้มีการประกาศใช้พระราชบัญญัติ
คุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2560 ขึ้น เพ่ือก าหนดหลักเกณฑ์ กลไก หรือมาตรการก ากับดูแล
เกี่ยวกับการให้ความคุ้มครองข้อมูลส่วนบุคคล 
อย่างไรก็ตาม กฎหมายฉบับนี้ยังมีประเด็นที่น่าศึกษาวิเคราะห์เพ่ิมเติมในเรื่องของการเก็บรวม
รวม ใช้ ประมวลผล และการส่งหรือโอนข้อมูลไปยังต่างประเทศ โดยได้ศึกษาเปรียบเทียบจากกฎหมาย
คุ้มครองส่วนบุคคลของต่างประเทศ ได้แก่ สหภาพยุโรป ประเทศสหรัฐอเมริกา ประเทศแคนาดา และ
ประเทศสหพันธรัฐเยอรมัน เพ่ือน ามาปรับปรุง แก้ไข หรือเพ่ิมเติมบทบัญญัติกฎหมายของประทศไทย 
อันเป็นประโยชน์ด้านการคุ้มครองข้อมูลส่วนบุคคลได้อย่างมีประสิทธิภาพมากยิ่งขึ้น  
ค าส าคัญ: กฎหมายคุ้มครองข้อมูลส่วนบุคคล, ข้อมูลส่วนบุคคล, ข้อมูลชีวภาพ 
 
Abstract 
Nowadays, the violation of personal information causes damage to the 
information owners, especially the biometric data,  because the advance technology 
made the acquire access and disclose of personal data easily.  Due to mentional problem 
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may affect Thailand’s national security and economy; therefore, the Government   
promulgated the Personal Data Protection Act 2017 to specify criteria, mechanisms, or 
regulatory measures regarding the protection of personal data. 
However, this Act still has some issues that should study further regarding the 
collection, usage, processing transmission, and or transferring of information to other 
countries.  This study employed a comparative study of personal data protection laws 
of foreign countries such as the European Union, the United States of America, Canada, 
and Germany should in order to improve or amend the Thai law to become more 
efficient in the protection of personal data. 
Keywords: Personal data protection law, Personal data, biometric information. 
                                                                      
1. บทน า 
 
พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ.2562 ได้ประกาศในราชกิจจานุเบกษาเมื่อวันที่ 
24 พฤษภาคม 2562 และกฎหมายฉบับดังกล่าวจะมีผลบังคับใช้เมื่อพ้นก าหนด 1 ปีนับตั้งแต่ที่ได้
ประกาศในราชกิจจานุเบกษา และกฎหมายฉบับนี้จะมีผลกระทบทั้งต่อภาคประชาชน หน่วยงานรัฐ
และหน่วยงานเอกชน เนื่องจากปัจจุบันมีการล่วงละเมิด สิทธิความเป็นส่วนตัวของข้อมูลส่วนบุคคล
เป็นจ านวนมากจนสร้างความเดือดร้อนร าคาญหรือความเสียหาย ให้แก่เจ้าของข้อมูลส่วนบุคคล  
ประกอบกับความก้าวหน้าของเทคโนโลยีท าให้การเก็บรวบรวม  ใช้  หรือ เปิดเผยข้อมูลส่วนบุคคลอัน
เป็นการล่วงละเมิดดังกล่าว  ท าได้โดยง่าย  สะดวก  และรวดเร็ว แม้จะมีกฎหมายฉบับนี้ออกมา
ควบคุมในการรวบรวมและเก็บข้อมูลส่วนบุคคลแล้ว แต่ยังมีประเด็นที่น่าคิดว่าในทางปฏิบัติหรือการ
บังคับใช้กฎหมายฉบับนี้ เช่น ประเด็นเรื่องการเก็บข้อมูลส่วนบุคคล ซึ่งในส่วนของกฎหมายจะมีข้อมูล





ลักษณะทางกายภาพ สรีรวิทยา และพฤติกรรมของคนตามธรรมชาติ เช่น ภาพใบหน้า ลายนิ้วมือ หรือ
ม่านตา1 ส่วนเทคโนโลยีชีวมาตร (Biometrics Technology) เป็นแนวคิดการน าเอาเทคโนโลยีด้าน
ชีวภาพทางการแพทย์และเทคโนโลยีด้านคอมพิวเตอร์มาบูรณาการเข้าด้วยกัน เพ่ือใช้ก าหนดหรือระบุ
                                                          
1 มติชนออนไลน์, “เรื่อง เทคโนโลยีระบุตัวตน “ชีวมาตร” น่ากลัวหรือไม่”  https://www. 
matichon.co.th/news-monitor/news_1679649 (last visited 27 July 2020). 
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คุณลักษณะเฉพาะส่วนบุคคลทั้งด้าน กายภาพและพฤติกรรม2 ได้แก่ เทคโนโลยีการจดจ าใบหน้า 
(Face Recognition Technology) เทคโนโลยีจดจ าลายนิ้วมือ เทคโนโลยีจดจ าม่านตา ซึ่งเทคโนโลยี
ชีวมาตรที่กล่าวมานี้ เป็นเทคโนโลยีในการระบุตัวตน ( Identification) และการพิสูจน์ยืนยันตัวบุคคล 
(Verification) ซึ่งเทคโนโลยีชีวมาตรนี้ ได้ถูกน ามาใช้ในชีวิตประจ าวันของเราหลายๆอย่าง เช่น การ
สแกนลายนิ้วมือ สแกนใบหน้าในการใช้โทรศัพท์มือถือ การระบุเวลาเข้า-ออกในการท างาน การเข้า-
ออกสถานที่พักอาศัยหรือหน่วยงานต่างๆ การช าระเงินหรือการใช้บัตรเครดิตทางออนไลน์ การท า
ธุรกรรมทางการเงินออนไลน์ เป็นต้น  
ปัจจุบันมีการเก็บข้อมูลชีวมาตรของประชาชน บันทึกในฐานข้อมูลของหน่วยงานรัฐและ
เอกชนเป็นจ านวนมาก เช่น ฐานข้อมูลบัตรประชาชนของกรมการปกครอง กระทรวงมหาดไทย การ
จัดเก็บข้อมูลส่วนบุคคลในการท าหนังสือเดินทาง (Passport) ของกระทรวงการต่างประเทศ การ
จัดเก็บอัตลักษณ์ในการลงทะเบียนซิมการ์ดของส านักงานคณะกรรมการกิจการกระจายเสียง กิจการ
โทรทัศน์ และกิจการโทรคมนาคมแห่งชาติ (กสทช.) ที่ได้มีการออกประกาศให้หน่วยงานเอกชนที่
ประกอบกิจการโทรคมนาคมไปด าเนินการ เป็นต้น ด้วยวิธีการไม่ว่าจะเป็นการเก็บภาพถ่าย การเก็บ
ข้อมูลบัตรประชาชน การพิสูจน์อัตลักษณ์และลายนิ้วมือ รวมถึงม่านตาท าให้มีความเสี่ยงที่จะเกิดการ
รั่วไหลหรือน าไปใช้ประโยชน์ในทางที่มิชอบ เกิดความเสียหายต่อผู้เป็นเจ้าของข้อมูลฯ เพราะข้อมูล
เหล่านี้เป็นข้อมูลเฉพาะตัวบุคคลที่สามารถระบุอัตลักษณ์ตัวบุคคล เจ้าของข้อมูลไม่สามารถแก้ไขข้อมูล
ชีวมาตรของตนเองได้ อีกทั้งยังส่งผลกระทบต่อความมั่นคงและเศรษฐกิจของประเทศ ดังนั้น อาจจะ
กล่าวได้ว่าข้อมูลชีวมาตรจึงเป็นข้อมูลเฉพาะตัวบุคคลที่สามารถระบุอัตลักษณ์ตัวบุคคลและเป็นข้อมูล
ส่วนบุคคลที่มีความส าคัญเป็นพิเศษ จึงสมควรที่จะมีมาตรการหรือแนวทางปฏิบัติส าคัญหรือเป็นการ
เฉพาะที่ภาครรัฐจะต้องตระหนักและให้ความสนใจ เพ่ือป้องกันไม่ให้เกิดปัญหาที่กล่าวมานี้ 
จากบริบทในสังคมโลกปัจจุบันที่มีความก้าวหน้าของเทคโนโลยีสารสนเทศ การเชื่อมต่อกัน
ด้วยเทคโนโลยีสารสนเทศท าให้ง่ายต่อการสืบค้นและเข้าถึงข้อมูลต่างๆ ได้อย่างสะดวกรวดเร็วยิ่งขึ้น 
และยังสามารถเผยแพร่หรือถ่ายโอนข้อมูลจากที่หนึ่งไปยังอีกที่หนึ่งได้อย่างรวดเร็ว ประกอบกัน
สถานการณ์การระบาดของไวรัสโคโรน่า (COVID – 19) ในปัจจุบันท าให้วิถีชีวิตและการด าเนินกิจจกร
รมต่างๆ ของคนท่ัวโลกเปลี่ยนแปลงไปอย่างมาก ซึ่งรวมถึงประเทศไทยด้วยการใช้เทคโนโลยีมากยิ่งขึ้น 
ยิ่งส่งผลให้สังคมโลกกลายเป็นสังคมสารสนเทศโดยสมบูรณ์ เทคโนโลยี สารสนเทศกลายเป็นส่วนหนึ่ง
ของชีวิตมนุษย์ ในขณะเดียวกันความเจริญก้าวหน้าของเทคโนโลยี สารสนเทศได้ส่งผลกระทบเชิงลบ
กับความเป็นส่วนตัวของบุคคล ข้อมูลส่วนบุคคลจึงมีความส าคัญมากยิ่งขึ้น และมีความเสี่ยงโดยง่ายที่
จะถูกเอาไปใช้โดยไม่ได้รับความยินยอมจากเจ้าของข้อมูลก่อน ซึ่งอาจส่งผลกระทบกระเทือนต่อ
ประโยชน์ส่วนบุคคล ตลอดจนชื่อเสียงเกียรติยศ ดังที่ปรากฏเป็นข่าวเรื่องการละเมิดความเป็นส่วนตัว
เกี่ยวกับข้อมูลส่วนบุคคลเกิดขึ้นทั่วโลก  เหตุการณ์ดังกล่าวได้ส่งผลให้ทั้งภาครัฐ  ภาคเอกชน  และ
                                                          
2 สุพล พรหมมาพันธุ์, “การพิสูจน์ตัวตนด้วยเทคโนโลยีชีวมาตรกับความเสี่ยงในการละเมิด
สิทธิส่วนบุคคล” https://he02.tci-thaijo.org/index.php/rtafmg/article/download/242341/ 
164857/, (last visited 27 July 2020). 
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ในส่วนของกฎหมายไทยนั้น รัฐธรรมนูญแห่งราชอาณาจักรไทย พุทธศักราช 2560 ได้มี
บทบัญญัติมาตรา 32 ที่เก่ียวกับการคุ้มครองข้อมูลส่วนบุคคลไว้ว่า  
“บุคคลย่อมมีสิทธิในความเป็นอยู่ส่วนตัว เกียรติยศ ชื่อเสียง และครอบครัว  
การกระท าอันละเมิดหรือกระทบต่อสิทธิของบุคคลตามวรรคหนึ่ง หรือการน าข้อมูลส่วนบุคคล
ไปใช้ในประโยชน์ไม่ว่าในทางใดๆ จะกระท ามิได้ เว้นแต่โดยอาศัยอ านาจตามบทบัญญัติแห่งกฎหมาย 
ที่ตราขึ้นเพียงเท่าจ าเป็นเพื่อประโยชน์สาธารณะ” 
 แต่เดิมก่อนที่จะมีการประกาศใช้พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ.2562  ได้มี
พระราชบัญญัติข้อมูลข่าวสารของทางราชการ พ.ศ. 2540 ที่มีบทบัญญัติถึงการคุ้มครองข้อมวลส่วน
บุคคลของประชาชนที่อยู่ในความครอบครองหรือควบคุมดูแลของหน่วยงานของรัฐ  ต่อมาได้มี
หน่วยงานที่ต้องเกี่ยวข้องกับการเก็บรักษาข้อมูลส่วนบุคคลได้มีการมาตรการเพ่ือคุ้มครองข้อมูลส่วน
บุคคล เช่น ประกาศของธนาคารแห่งประเทศไทย เรื่อง หลักเกณฑ์การก ากับดูแลผู้ให้บริการระบบ
ช าระเงินที่มีความส าคัญ3 ประกาศคณะกรรมการกิจการโทรคมนาคมแห่งชาติ เรื่อง มาตรการคุ้มครอง
สิทธิของผู้ใช้บริการเกี่ยวกับข้อมูลส่วนบุคคล สิทธิในความเป็นส่วนตัว และเสรีภาพในการสื่อสารถึงกัน
โดยทางโทรคมนาคม4 เป็นต้น  
ภายหลังได้มีการประกาศใช้พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 ซึ่งมีผล





                                                          
3 ประกาศของธนาคารแห่งประเทศไทย เรื่อง หลักเกณฑ์การก ากับดูแลผู้ให้บริการระบบช าระ
เงินที่มีความส าคัญ ข้อ 4.2.5 (3).  
4 ประกาศคณะกรรมการกิจการโทรคมนาคมแห่งชาติ เรื่อง มาตรการคุ้มครองสิทธิของ
ผู้ใช้บริการเกี่ยวกับข้อมูลส่วนบุคคล สิทธิในความเป็นส่วนตัว และเสรีภาพในการสื่อสารถึงกันโดยทาง
โทรคมนาคม,ข้อ 8 และข้อ 3. 
5 พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562, มาตรา 24 (1). 
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อันตรายต่อชีวิต ร่างกาย หรือสุขภาพของบุคคล6 เป็นการจ าเป็นเพ่ือการปฏิบัติตามสัญญาซึ่งเจ้าของ
ข้อมูลส่วนบุคคลเป็นคู่สัญญาหรือเพ่ือใช้ในการด าเนินการตามค าขอของเจ้าของข้อมูลส่วนบุคคลก่อน








รวบรวมได้โดยได้รับยกเว้น ไม่ต้องขอความยินยอมตามมาตรา 24 ที่กล่าวมาข้างต้น หรือข้อยกเว้นการ
เก็บรวมรวมข้อมูลส่วนบุคคลโดยปราศจากความยินยอมของเจ้าของข้อมูลส่วนบุคคลตามบทบัญญัติ
มาตรา 2612 กล่าวคือ ข้อยกเว้นทั้ง 2 มาตรานี้ เป็นไปเพ่ือความจ าเป็นเพ่ือการปฏิบัติหน้าที่ในการ
                                                          
6 พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562, มาตรา 24 (2). 
7 พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 มาตรา 24 (3). 
8 พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562, มาตรา 24 (4). 
9 พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562, มาตรา 24 (5). 
10 พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562, มาตรา 24 (6). 
11 พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562, มาตรา 6 ในพระราชบัญญัตินี้ 
“ผู้ควบคุมข้อมูลส่วนบุคคล” หมายความว่า บุคคลหรือนิติบุคคลซึ่งมีอ านาจหน้าที่ตัดสินใจ
เกี่ยวกับการเก็บรวบรวม ใช้ หรือเปิดเผยข้อมูลส่วนบุคคล  
12  พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562,  
มาตรา 26 ห้ามมิให้เก็บรวบรวมข้อมูลส่วนบุคคลเกี่ยวกับเชื้อชาติ เผ่าพันธุ์ ความคิดเห็น
ทางการเมือง ความเชื่อในลัทธิ ศาสนาหรือปรัชญา พฤติกรรมทางเพศ ประวัติอาชญากรรม ข้อมูล
สุขภาพ ความพิการ ข้อมูลสหภาพแรงงาน ข้อมูลพันธุกรรม ข้อมูลชีวภาพ หรือข้อมูลอื่นใด ซึ่งกระทบ
ต่อเจ้าของข้อมูลส่วนบุคคลในท านองเดียวกันตามที่คณะกรรมการประกาศก าหนด โดยไม่ได้รับความ
ยินยอมโดยชัดแจ้งจากเจ้าของข้อมูลส่วนบุคคล เว้นแต่ 
(1) เพ่ือป้องกันหรือระงับอันตรายต่อชีวิต ร่างกาย หรือสุขภาพของเจ้าของข้อมูลส่วนบุคคล
ไม่สามารถให้ความยินยอมได้ ไม่ว่าด้วยเหตุใดก็ตาม 
(2) เป็นการด าเนินกิจกรรมโดยชอบด้วยกฎหมายที่มีการคุ้มครองที่เหมาะสมของมูลนิธิ 
สมาคมหรือองค์กรที่ไม่แสวงหาผลก าไรที่มีวัตถุประสงค์เกี่ยวกับการเมือง ศาสนา ปรัชญา หรือสหภาพ
แรงงานให้แก่สมาชิก ผู้ซึ่งเคยเป็นสมาชิก หรือผู้ซึ่งมีการติดต่ออย่างสม่ าเสมอกับมูลนิธิ สมาคม หรือ
องค์กรที่ไม่แสวงหาผลก าไรตามตามวัตถุประสงค์ดังกล่าวโดยไม่ได้เปิดเผยข้อมูลส่วนบุคคลนั้นออกไป
ภายนอกมูลนิธิ สมาคม หรือองค์กรที่ไม่แสวงหาผลก าไรนั้น 
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ด าเนินภารกิจเพ่ือประโยชน์สาธารณะด้านต่างๆของผู้ควบคุม ข้อมูลส่วนบุคคล หรือปฏิบัติหน้าที่ใน
การใช้อ านาจรัฐที่ได้มอบให้แก่ผู้ควบคุมข้อมูลส่วนบุคคล รวมถึงเป็นการปฏิบัติตามกฎหมายของผู้
ควบคุมข้อมูลส่วนบุคคล  
อย่างไรก็ตาม หากพิจารณาต่อในส่วนของ มาตรา 26 แม้จะห้ามมิให้เก็บรวบรวมข้อมูลส่วน
บุคคลเกี่ยวกับข้อมูลชีวภาพ โดยไม่ได้รับความยินยอมโดยชัดแจ้งจากเจ้าของข้อมูลส่วนบุคคล แต่
บทบัญญัติของกฎหมายที่กล่าวมาแล้ว ยังมีประเด็นเรื่องการบังคับใช้ของหน่วยงานของรัฐหลายแห่งใน
การใช้อ านาจรัฐบังคับเก็บข้อมูลชีวมาตรของประชาชน โดยไม่ได้พิจารณาเหตุผลและความจ าเป็นอย่าง
                                                          
(3) เป็นข้อมูลที่เปิดเผยต่อสาธารณะด้วยความยินยอมโดยชัดแจ้งของเจ้าของข้อมูลส่วน
บุคคล 
(4) เป็นการจ าเป็นเพ่ือก่อตั้งสิทธิเรียกร้องตามกฎหมาย การปฏิบัติตามหรือการช้สิทธิ
เรียกร้องตามกฎหมาย 
(5) เป็นการจ าเป็นในการปฏิบัติตามกฎหมายเพื่อให้บรรลุวัตถุประสงค์เกี่ยวกับ 
(ก) เวชศาสตร์ป้องกันหรืออาชีวเวชศาสตร์ การประเมินความสามารถในการท างานของ
ลูกจ้าง การวินิจฉัยโรคทางการแพทย์ การให้บริการด้านสุขภาพหรือด้านสังคม การรักษาทาง




(ข) ประโยชน์สาธารณะด้านการสาธารณสุข เช่น การป้องกันด้านสุขภาพจากโรคติตด่อ
อันตรายหรือโรคระบาดที่อาจติดต่อหรือแพร่เข้ามาในราชอาณาจักร หรือการควบคุมมาตรฐานหรือ
คุณภาพของยา เวชภัณฑ์ หรือเครื่องมือแพทย์ ซึ่งได้จัดให้มีมาตรการที่เหมาะสมและเจาะจงเพ่ือ
คุ้มครองสิทธิและเสรีภาพของเจ้าของข้อมูลส่วนบุคคลโดยเฉพาะการรักษาความลับของข้อมูลส่วน
บุคคลตามหน้าที่หรือตามจริยธรรมแห่งวิชาชีพ 





(ง) การศึกษาวิจัยทางวิทยาศาสตร์ ประวัติศาสตร์ หรือสถิติ หรือประโยชน์สาธารณะอ่ืน 
ทั้งนี้ ต้องกระท าเพ่ือให้บรรลุวัตถุประสงค์ดังกล่าวเพียงเท่าที่จ าเป็นเท่านั้น และได้จัดให้มีมาตรการที่
เหมาะสมเพ่ือคุ้มครองสิทธิขั้นพื้นฐานและประโยชน์ของเจ้าของข้อมูลส่วนบุคคล ตามที่คณะกรรมการ
ประกาศก าหนด 
(จ) ประโยชน์สาธารณะที่ส าคัญ โดยได้จัดให้มีมาตรการที่เหมาะสมเพ่ือคุ้มครองสิธิขั้น
พ้ืนฐานและประโยชน์ทของเจ้าของข้อมูลส่วนบุคคล  
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ส่วนบุคคล โดยเฉพาะอย่างยิ่งข้อมูลชีวมาตรอีกด้วย ดังนี้ ตามพระราชบัญญัติคุ้มครองข้อมูลส่วน







บุคคลก่อนเข้าท าสัญญานั้น  และเป็นการกระท าตามสัญญาระหว่างผู้ควบคุมข้อมูลส่วนบุคคลกับ
บุคคลหรือนิติบุคคลเพื่อประโยชน์ของเจ้าของมูลส่วนบุคคล ตลอดจนเพื่อป้องกันหรือระงับอันตรายต่อ
ชีวิต ร่างกาย หรือสุขภาพของเจ้าของข้อมูลส่วนบุคคล หรือบุคคลอ่ืน เมื่อเจ้าของข้อมูลส่วนบุคคลไม่
สามารถให้ความยินยอมในขณะนั้นได้ รวมถึงเป็นการจ าเป็นเพ่ือการด าเนินภารกิจเพ่ือประโยชน์
สาธารณะที่ส าคัญ14 
จากหลักการเก็บรวบรวม การใช้ข้อมูลส่วนบุคคล การส่งหรือโอนข้อมูลส่วนบุคคลข้างต้น 
ผู้เขียนมีข้อสังเกตว่ากฎหมายฉบับนี้มุ่งที่จะให้ความส าคัญกับหลักความยินยอม (consent) ของ
เจ้าของข้อมูลส่วนบุคคลเป็นประการส าคัญอันจะเข้าข้อยกเว้นที่หน่วยงานหรือองค์กรต่างๆ โดยเฉพาะ
อย่างยิ่งภาคเอกชนผู้ควบคุมข้อมูลส่วนบุคคลสามารถกระท าได้ แต่สิ่งที่น่ากังวล คือ การรั่วไหลของ
ข้อมูลส่วนบุคคลจากมาตรฐานการจัดเก็บ การส่ง และการโอนข้อมูลส่วนบุคคล และผู้เขียนมีความเห็น
ว่าเป็นการให้พ้ืนที่ของภาคเอกชนในการด าเนินการส่งหรือโอนข้อมูลส่วนบุคคล ทั้งนี้ แม้ว่ากฎหมาย
จะให้อ านาจและหน้าที่แก่คณะกรรมการคุ้มครองข้อมูลส่วนบุคคลเป็นผู้วินิจฉัยกรณีที่มีปัญหาเกี่ยวกับ
มาตรฐานการคุ้มครองข้อมูลส่วนบุคคลที่เพียงพอของประเทศปลายทางหรือองค์การระหว่างประเทศที่
รับข้อมูลส่วนบุคคล15 ก็ตาม  
                                                          
13 พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562, มาตรา 16 คณะกรรมการมีหน้าที่
และอ านาจ ดังต่อไปนี้ 
(5) ประกาศก าหนดหลักเกณฑ์การให้ความคุ้มครองข้อมูลส่วนบุคคลที่ส่งหรือโอนไปยัง
ต่างประเทศ    
14 พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562, มาตรา 28. 
15 พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562, มาตรา 28 วรรคสอง. 
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และวิธีการที่คณะกรรมการก าหนดไม่จ าเป็นต้องปฏิบัติตามหลักเกณฑ์มาตรา 28 ของพระราชบัญญัติ
คุ้มครองข้อมูลส่วนบุคคล พ.ศ. 256218 
ผู้เขียนมีความเห็นว่ายิ่งเป็นการเพ่ิมพ้ืนทีให้ภาคเอกชนง่ายต่อการด าเนินการส่งหรือโอนข้อมูล
ส่วนบุคคล โดยเฉพาะข้อมูลชีวมาตรไปยังต่างประเทศมากยิ่งขึ้น โดยอาศัยอ านาจดุลพินิจของ
คณะกรรมการคุ้มครองข้อมูลส่วนบุคคลเป็นสาระส าคัญ ดังนั้น สมควรมีมาตรการ มาตรฐาน และ
ระบบการตรวจสอบให้มีความเป็นมาตรฐานอย่างมีประสิทธิภาพและสามารถน ามาใช้ได้อย่างเป็น
รูปธรรม เพ่ือป้องกันการรั่วไหลของข้อมูลส่วนบุคคล โดยเฉพาะข้อมูลชีวมาตร ตลอดจนมาตรการ
เยียวยาเจ้าของข้อมูลส่วนบุคคลทางกฎหมายให้มีความชัดเจน ทั้งนี้ผู้เขียนได้ศึกษาหลักเกณฑ์ แนวทาง 
และมาตรการทางกฎหมายของต่างประเทศ โดยรายละเอียดจะได้กล่าวไว้ในหัวข้อถัดไป 
 
3. สาระส าคัญของกฎหมายต่างประเทศที่เกี่ยวข้องกับการคุ้มครองข้อมูลส่วนบุคคล 
และข้อมูลชีวมาตร 
  
 ในหัวข้อนี้ ผู้เขียนได้ศึกษาถึงมาตรการทางกฎหมาย แนวทางหรือแนวปฏิบัติ และหลักเกณฑ์
ต่างๆ ที่มีผลบังคับใช้ของต่างปประเทศ ดังนี้ การคุ้มครองข้อมูลส่วนบุคคลตามแนวทางขององค์การ
                                                          
16 พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 มาตรา 6. 
“ผู้ประมวลผลข้อมูลส่วนบุคคล” หมายความว่า บุคคลหรือนิติบุคคลซึ่งด าเนินการเกี่ยวกับ
การเก็บรวบรวม ใช้ หรือเปิดเผยข้อมูลส่วนบุคคลตามค าสั่งในนามของผู้ควบคุมข้อมูลส่วนบุคคล ทั้งนี้ 
บุคคลหรือนิติบุคคลซึ่งด าเนินการดังกล่าวไมเป็นผู้ควบคุมข้อมูลส่วนบุคคล 
17 พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562, มาตรา 29. 
18 พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562, มาตรา 29 วรรคสาม. 
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เพ่ือความร่วมมือทางเศรษฐกิจและการพัฒนา  (OECD Guidelines on the Protection of Privacy 
and Transborder Flows of Personal Data) เป็นแนวทางปฏิบัติขั้นต่ าเพ่ือให้ประเทศสมาชิกได้
น าไปปฏิบัติภายในแต่ละประเทศ แนวปฏิบัตินี้ไม่ได้แยกระหว่างหน่วยงานรัฐและหน่วยงาน 
ภาคเอกชน และไม่ได้แยกว่าเป็นการประมวลผลข้อมูลเกี่ยวกับบุคคลโดยวิธีอัตโนมัติหรือวิธี  
ประมวลผลด้วยมือ โดยความหมายของข้อมูลส่วนบุคคล  (Personal data)  หมายถึง ข้อมูลใด ๆ  ที่
เกี่ยวข้องเฉพาะตัวบุคคล หรือสามารถชี้ให้เห็นลักษณะเฉพาะตัวของบุคคลที่เป็นเจ้าของข้อมูลได้ โดย
มีหลักการในการคุ้มครองข้อมูลส่วนบุคคลด้วยกัน 8 ข้อ19 ได้แก่ 1) หลักข้อจ ากัดในการเก็บรวบรวม
ข้อมูล (Collection Limitation Principle) 2) หลักคุณภาพของข้อมูล (Data Quality Principle) 3) 
หลักการก าหนดวัตถุประสงค์ (Purpose Specification Principle) 4) หลักการจ ากัดการใช้ข้อมูลส่วน
บุ คคล  (Use limitation Principle) 5) หลั กการรั กษาความปลอดภั ย  (Security Safeguards 
Principle) 6) หลักการเปิดเผยข้อมูล (Openness Principle) 7) หลักการมีส่วนร่วมของปัจเจกบุคคล 
(Individual Participation Principle) และ 8) หลักความรับผิดชอบ (Accountability Principle) 
นอกจากนี้ ยังมีการคุ้มครองข้อมูลส่วนบุคคลในทางสากลที่ปรากฏอยู่ในกฎหมายระหว่างประเทศ 
ได้แก่ ข้อบังคับสหภาพยุโรป (European Directive 95/46/EC) ข้อตกลงรัฐสภายุโรป (Council of 
Europe) กรอบการคุ้มครองข้อมูลส่วนบุคคล  GDPR  ของสหภาพยุโรป  (General Data Protection 
Regulation) และกรอบคุ้มครองข้อมูลส่วนบุคคลของกลุ่มความร่วมมือทางเศรษฐกิจเอเชีย – แปซิฟิก 
(APEC) (APEC Privacy Framework) 
 ในส่วนของสหประชาชาติ (United Nations) นั้น ได้ก าหนดหลักเกณฑ์ที่เกี่ยวกับข้อมูลส่วน
บุคคลไว้ในกรอบการคุ้มครองข้อมูลส่วนบุคคลของสหประชาชาติ ในส่วนข้อมูลส่วนบุคคลที่จัดเก็บด้วย
ค อ ม พิ ว เ ต อ ร์   ( Guidelines for the Regulation of Computerized Personal Data Files) 
สหประชาชาติได้ก าหนดหลักเกณฑ์เกี่ยวกับข้อมูลส่วนบุคคลไว้ใน “แนวทางการควบคุมข้อมูลส่วน
บุคคลที่จัดเก็บด้วยคอมพิวเตอร์” โดยมีหลักส าคัญที่ว่าด้วย 1) หลักความชอบด้วยกฎหมายและความ
เป็นธรรม (Principle of lawfulness and fairness) 2) หลักความถูกต้อง (Principle of accuracy) 
3) หลักการระบุวัตถุประสงค์โดยเฉพาะเจาะจง  (Principle of the purpose-specification) 4) 
หลักการเข้ าถึ งข้อมูล  (Principle of interested-person access) 5) หลักการไม่ เลือกปฏิบัติ  
(Principle of non-discrimination)  6) การก าหนดข้อยกเว้น (Power to make exceptions) 7) 
หลักการรักษาความปลอดภัย (Principle of security) 8) หลักการก ากับดูแล (Supervision and 
                                                          
19 OECD, “OECD Guidelines on the Protection of Privacy and Transborder Flows 
of Personal Data” http://www.oecd.org/sti/ieconomy/oecdguidelinesontheprotectionof 
privacyandtransborderflowsofpersonaldata.htm (last visited 29 July 2020). 
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sanctions)  9) หลักการส่งข้อมูลข้ามแดน (Transborder data flows ) และ 10) หลักขอบเขตการ
ใช้ข้อปฏิบัติ (Field of application)20   
ในส่วนของข้อมูลชีวมาตรที่ถือว่าเป็นข้อมูลเฉพาะตัวบุคคลที่สามารถระบุอัตลักษณ์ตัวบุคคลได้ 
และถือว่าเป็นข้อมูลส่วนบุคคลที่มีความส าคัญเป็นพิเศษ ซึ่งนานาประเทศได้ให้ความส าคัญเป็นอย่างยิ่ง 
โดยกฎหมายคุ้มครองข้อมูลส่วนบุคคลของสหภาพยุโรป  หรือ GDPR (General Data Protection 
Regulation) มีหลักห้ามท าการบันทึกหรือประมวลผลข้อมูลดังกล่าว เว้นแต่ผู้เป็นเจ้าของข้อมูลจะให้
ความยินยอมโดยชัดเจน  หรือข้อมูลชีวมาตรนั้นจ าเป็นส าหรับการปฏิบัติงาน ความมั่นคงปลอดภัยของ
สังคม หรือปกป้องคุ้มครองทางสังคม ข้อมูลชีวมาตรจ าเป็นส าหรับการปกป้องผลประโยชน์ที่ส าคัญของ
แต่ละบุคคล แต่บุคคลเหล่านั้นไม่สามารถให้ความยินยอมได้ หรือข้อมูลชีวมาตรนั้นมีจ าเป็นส าหรับ
ประเด็นทางกฎหมาย หรือจ าเป็นต่อประโยชน์สาธารณะ21   
ประเทศสหรัฐอเมริกาเป็นประเทศที่มีกฎหมายให้ความคุ้มครองในเรื่องข้อมูลส่วนบุคคลใน
ส่วนของข้อมูลชีวมาตรโดยเฉพาะ คือ Biometric Information Privacy Act (BIPA) ของมลรัฐ
อิลลินอยส์ ที่ได้ออกมาในเดือนตุลาคมปี 2008 และต่อมามลรัฐวอชิงตันและมลรัฐเท็กซัสได้ผ่าน
กฎหมายในเรื่องนี้เช่นเดียวกัน ซึ่ง BIPA ก าหนดให้หน่วยงานต่างๆในรัฐอิลลินอยส์ต้องปฏิบัติตาม
กฎหมายที่เกี่ยวกับการรวบรวมและจัดเก็บข้อมูลชีวมาตร โดยมีหลักการที่ส าคัญดังนี้ 1) การเก็บ การ
รวบรวมและการเปิดเผยข้อมูลชีวมาตร ต้องได้รับความยินยอมจากผู้เป็นเจ้าของข้อมูลโดยชัดแจ้ง  2) 
ต้องท าลายข้อมูลชีวมาตรเมื่อถึงเวลาที่เหมาะสม กล่าวคือ 3 ปีนับแต่วันที่เริ่มเก็บข้อมูลฯดังกล่าว และ 
3) ต้องมีมาตรการรักษาความปลอดภัยในการเก็บข้อมูลชีวมาตรอย่างเคร่งครัด22  และความพิเศษของ
กฎหมายนี้ คือ ประชาชนที่ถูกละเมิดสามารถยื่นฟ้องเพ่ือเรียกค่าเสียหายอันเนื่องมาจากการละเมิดโดย
ก าหนดอัตราค่าเสียหายและค่าเยียวยาเป็นจ านวนเงินลงไปในตัวบทกฎหมาย23 รวมถึงค านิยามของ
ข้อมูลชีวิมาตรไว้อย่างชัดเจน24 
ส าหรับมลรัฐเท็กซัส ได้มีพระราชบัญญัติการคุ้มครองข้อมูลส่วนบุคคลในเรื่องข้อมูลชีวมาตร
ออกมาในปี ค.ศ.2009  ซึ่งได้มีการห้ามเก็บข้อมูลชีวมาตรในกรณีที่มีวัตถุประสงค์เพ่ือการค้าโดย
ปราศจากการแจ้งและให้ความยินยอมเป็นลายลักษณ์อักษร นอกจากนี้ยังจ ากัดการจ าหน่ายและการ
                                                          
20 กลุ่มงานบริการวิชาการ ส านักงานเลขาธิการผู้แทนราษฎร, “เอกสารประกอบการพิจารณา 
ร่างพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล....  https://library2.parliament.go.th/giventake/ 
content_hr/hr24/ap006-2556.pdf (last visited 30 July 2020), หน้า 83 - 84. 
21 General Data Protection Regulation, article 9 Processing of special categories 
of personal data. 
22 Illinois Biometric Information Privacy Act 2oo8, section 15. 
23 Illinois Biometric Information Privacy Act 2008, section 20. 
24 Illinois Biometric Information Privacy Act 2008, section 10. 
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อีกท้ังได้ปรากฏถึงการสั่งห้ามเจ้าหน้าที่หน่วยงานราชการ รวมทั้งส านักงานต ารวจใช้งานระบบ
จดจ าใบหน้า (Face Recognition) ของคณะผู้บริหารนครซานฟรานซิสโก แคลิฟอร์เนีย  ประเทศ
สหรัฐอเมริกา ที่มีมติ 8 ต่อ 1 เสียง โดยให้หน่วยงานต่างๆ จะต้องรายงานรายละเอียดการสอดแนมที่ใช้
งานอยู่เป็นประจ า และระบบที่จะมีการใช้งานในอนาคต นอกจากนี้ แต่ละหน่วยงานจะต้องขออนุมัติ
จากคณะผู้บริหารเมืองก่อน หากต้องการใช้งานเทคโนโลยีจดจ าใบหน้าต่อไป ซึ่งนครซานฟรานซิสโกนับ
ได้ว่าเป็นเมืองแรกของประเทศสหรัฐอเมริกาที่มีค าสั่งห้ามใช้และสั่งซื้อเทคโนโลยีจดจ าใบหน้าเพ่ือ
ปกป้องสิทธิของประชาชน อย่างไรก็ตาม ค าสั่งห้ามดังกล่าวไม่มีผลถึงการใช้งานระบบสแกนใบหน้า หรือ 




เพ่ือการปฏิบัติตามหลักเกณฑ์ต่างๆ ที่กฎหมายก าหนดอย่างมีประสิทธิภาพ ซึ่งรวมถึงมีข้อปฏิบัติ
เกี่ยวกับคุ้มครองข้อมูลส่วนบุคคล การตั้งหน่วยงานรับเรื่องร้องเรียนหรือร้องขอ การฝึกอบรมลูกจ้าง 
และการสร้างความเข้าใจแก่ผู้ร่วมงานในนโยบายและข้อปฏิบัติของตน หรือการพัฒนาข้อมูลเพ่ือการ
อธิบายถึงนโยบายหรือข้อปฏิบัติของตนหรือมาตรการต่างๆ28  
ประเทศสหพันธรัฐเยอรมันมีกฎหมายว่าด้วยการคุ้มครองข้อมูลส่วนบุคคล ได้แก่ Federal 
Data Protection Act 2018 ซึ่งมีขอบเขตการบังคับใช้แก่หน่วยงานของรัฐระดับสหพันธ์และระดับมล
รัฐที่ใช้อ านาจตามกฎหมายสหพันธ์หรือเป็นหน่วยงานของศาล และบังคับใช้แก่เอกชนซึ่งเก็บรวบรวม 
ใช้ หรือด าเนินการกับข้อมูลส่วนบุคคล ไม่ด้วยวิธีทางอิเล็กทรอนิกส์หรือไม่ก็ตาม 
อนึ่ง ค าว่า “ด าเนินการ” (process) ได้มีบทนิยามไว้หมายถึง การเก็บรักษา การแก้ไข
ปรับปรุง การยับยั้ง การลบ หรือการเปิดเผยข้อมูลส่วนบุคคล ซึ่งการเปิดเผยข้อมูลยังได้อธิบายด้วยว่า 
หมายถงึ การเปิดเผยต่อบุคคลที่สาม หรือการส่งผ่านบุคคลที่สาม หรือส่งให้บุคคลที่สามารถเรียกดูได้29 
                                                          
25 The Texas Capture or Use of Biometric Identifier Act (CUBI) 2009, Chapter 503 
Biometric Identifiers, section 503.001.  
26 Washington State’s law regarding biometric identifiers, RCW 19.375.020. 
27 ไทย พีบีเอส ออนไลน์, "ซานฟรานซิสโก" ห้ามซื้อขาย-ใช้งานระบบจดจ าใบหน้า” https:// 
news.thaipbs.or.th/content/280068 (last visited 31 July 2020). 
28 Personal Information Protection and Electronic Documents Acts, Schedule 1 
(Section 5) 4.1.4.  
29  Federal Data Protection Act 2018, Section 1. 
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ประเทศ ได้แก่ ข้อบังคับสหภาพยุโรป (European Directive 95/46/EC) ข้อตกลงรัฐสภายุโรป 
(Council of Europe) กรอบการคุ้มครองข้อมูลส่วนบุคคล GDPR ของสหภาพยุโรป (General Data 
Protection Regulation) และกรอบคุ้มครองข้อมูลส่วนบุคคลของกลุ่มความร่วมมือทางเศรษฐกิจ








4. บทวิเคราะห์กฎหมายตามพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 
 
ดังที่กล่าวมาข้างต้นถึงหลักเกณฑ์กฎหมายตามพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 
2562 ในเรื่องของการจัดเก็บรักษาและการใช้ข้อมูลส่วนบุคคล และหลักเกณฑ์ แนวทาง และหลัก
กฎหมายของต่างประเทศสามารถพิจารณาได้ว่าประเทศไทยได้น าแนวทางขององค์การเพ่ือความ
ร่วมมือทางเศรษฐกิจและการพัฒนา  (OECD Guidelines on the Protection of Privacy and 
Transborder Flows of Personal Data)  มาปรับใช้กับพระราชบัญญัติฉบับนี้ แต่ในส่วนเนื้อหา
                                                          
30 Federal Data Protection Act 2018, Section 15-16. 
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สาระส าคัญยังพบว่าสมควรที่จะพิจารณาถึงประเด็นต่างๆ ไม่ว่าจะเป็นค านิยามข้อมูลชีวมาตร 
(Biometrics) ที่ยังขาดความชัดเจน กล่าวคือ มีเพียงค าอธิบายตามมาตรา 26 วรรคสองแห่ง
พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 ที่บัญญัติว่า ข้อมูลชีวภาพตามวรรคหนึ่งให้
หมายถึงข้อมูลส่วนบุคคลที่เกิดจากการใช้เทคนิคหรือเทคโนโลยีที่เกี่ยวข้องกับกาสรน าลักษณะเด่นทาง
กายภาพหรือทางพฤติกรรมของบุคคลมาใช้ท าให้สามารถยืนยันตัวตนของบุคคลนั้นที่ไม่เหมือนกับ
บุคคลอื่นได้ เช่น ข้อมูลจ าลองใบหน้า ข้อมูลของม่านตา หรือข้อมูลจ าลองนิ้วมือ ซึ่งในมาตรานี้ใช้ค าว่า 
“ข้อมูลชีวภาพ” ในขณะที่สากลใช้ค าว่า “ข้อมูลชีวมาตร” และยังเป็นเพียงส่วนเนื้อหาของกฎหมาย
โดยปราศจากค านิยามตามบทบัญญัติของกฏหมายในมาตรา 6 ของกฎหมายฉบับนี้ ในขณะที่กฎหมาย
ของต่างประเทศที่ได้มีการตรากฎหมายที่เกี่ยวข้องโดยตรงกับการเก็บข้อมูลข้อมูลชีวมาตร เช่น 
Biometric Information Privacy Act (BIPA) ของมลรัฐอิลลินอยส์ มลรัฐเท็กซัส และมลรัฐวอชิงตัน
ของประเทศสหสรัฐอเมริกา   
อีกทั้ง ค าว่า ด าเนินการ (Process) ที่ถือได้ว่าเป็นค าส าคัญที่กฎหมายจะได้อธิบายได้ว่า
หมายถึงอะไรที่หน่วยงานต่างๆ และบุคคลใดสามารถกระท าได้บ้าง หากน ามาเปรียบเทียบกับประเทศ
สหพันธรัฐเยอรมันได้บัญญัติไว้อย่างชัดเจนเพ่ือใช้บังคับกับหน่วยงานระดับสหพันธ์และระดับมลรัฐ 
รวมถึงหน่วยงานเอกชนด้วย 




ข้อมูลต่างประเทศและอยู่ในเครือกิจการหรือธุรกิจเดียวกันตามาตรา 29 และมาตรา 40 ในเรื่องของ
หน้าที่ของผู้ประมวลผลข้อมูลส่วนบุคคลเท่านั้น ซ่ึงกฎหมายคุ้มครองข้อมูลส่วนบุคคลของสหภาพยุโรป 
หรือ GDPR ได้บัญญัติการห้ามบันทึกหรือประมวลผลข้อมูลชีวมาตรไว้อย่างชัดเจนพร้อมก าหนด
ข้อยกเว้นที่สามารถด าเนินการดังกล่าวได้ 
ในขณะทีล่่าสุด นายแพทย์สุธี ทุวิรัตน์ กรรมการสมาคมความมั่นคงปลอดภัยระบบสารสนเทศ 
หรือ TISA เปิดเผย กับ “ฐานเศรษฐกิจ” ว่ากรณีธนาคารแห่งประเทศไทย (ธปท.) ก าลัง ผลักดันให้มี
การใช้ระบบการพิสูจน์และยืนยันตัวตนทาง  ดิจิทัล (Digital ID) โดยการเอาเทคโนโลยีชีวมาตร 
(Biometric) เช่น การจดจ าใบหน้า ลายนิ้วมือ หรือม่านตา มาใช้ในการพิสูจน์ยืนยันตัวบุคคลในการท า
ธุรกรรมทางการเงิน (Biometric Payment) ก าลังส่งผลกระทบต่อเงินฝากธนาคารคนไทย และมี
โอกาสถูกแฮกเกอร์สวมรอยถอนหรือสั่ งโอนไปจนเกลี้ยงบัญชีโดยไม่รู้ตัว31 รวมถึงหนังสือเดินทาง 
(Passport) รุ่นใหม่ของประเทศไทย โดยกระทรวงการต่างประเทศ ซึ่ งแต่เดิมมีการเก็บข้อมูลทั้ง 
ภาพถ่าย และลายพิมพ์นิ้วมือสิบนิ้ว แต่ต่อไปนี้จะมีการ เก็บข้อมูลชีวมาตรม่านตา ( Iris) ด้วย ซึ่งทาง
กระทรวงฯ ได้ให้เหตุผลว่าการเก็บข้อมูลชีวมาตรดังกล่าวเป็นคุณลักษณะความปลอดภัยสูงสุดในการ
                                                          
31 ฐานเศรษฐกิจอออนไลน์ , “ยื่นร้องนายก หวั่นล้วงตับ สแกนใบหน้า” https://www. 
thansettakij.com/content/407027 (last visited 31 July 2020). 
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ป้องกันการปลอมแปลงหนังสือเดินทาง32 ซึ่งแตกต่างจากประเทศอ่ืน เช่น สหรัฐอเมริกา33เก็บเฉพาะ
ข้อมูลภาพถ่ายดิจิทัลอย่างเดียว ไม่ให้เก็บลายพิมพ์นิ้วมือ ในสหภาพยุโรป เช่น ประเทศสหราช
อาณาจักรให้เก็บเฉพาะภาพถ่ายดิจิทัล ประเทศสหพันธรัฐเยอรมันเก็บลายพิมพ์นิ้วมือเพียง 2 นิ้ว และ
ภาพถ่ายดิจิทัล และประเทศเนเธอร์แลนด์เก็บลายนิ้วมือ ทั้งนี้เป็นประเทศเดียวในสหภาพยุโรปที่
วางแผนว่าจะเก็บลายพิมพ์นิ้วมือเหล่านี้จากส่วนกลาง เป็นต้น34   












กฎหมายพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 ขึ้น ซึ่งมีผลบังคับใช้แล้วในปัจจุบัน 
อย่างไรก็ตามผู้เขียนได้ศึกษาและพิจารณาตัวบทกฎหมายของพระราชบัญญัติฉบับนี้ ยังพบข้อสังเกต
บางประการที่ควรพิจารณาเพ่ิมเติม แก้ไข และปรับปรุงกฎหมายดังกล่าว ซึ่งผู้เขียนได้ศึกษาหลักเกณฑ์ 
แนวทาง และกฎหมายคุ้มครองข้อมูลส่วนบุคคลของต่างประเทศ เช่น สหภาพยุโรป มลรัฐอิลลินอยด์ 
มลรัฐวอชิงตัน และมลรัฐเท็กซัส ประเทศสหรัฐอเมริกา ประเทศแคนาดา ประเทศสหพันธรัฐเยอรมัน 
เป็นต้น โดยมีรายละเอียด ดังต่อไปนี้ 
 
                                                          
32 สุพล พรหมมาพันธุ์, “เก็บประเด็นส าคัญจากเวทีเสวนา การเก็บข้อมูลชีวมาตร (Biometrics) 
ของหน่วยงานรัฐกับการละเมิดสิทธิส่วนบุคคลและผลกระทบต่อความมั่นคงของประเทศ” http://www. 
cioworldmagazine.com/supon-phrommaphan-biometrics-data-collection-privacy-
violations/ (last visited 27 July 2020). 
33 Biometric Passport, “United States” https://en.wikipedia.org/wiki/Biometric_ 
passport#United_States last visited 31 July 2020. 
34 Biometric Passport, “European Union” https://en.wikipedia.org/wiki/Passports 
_of_the_European_Union (last visited 31 July 2020). 
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ที ่ ประเด็น รายละเอียด กฎหมายต่างประเทศ 
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(APEC Privacy Framework)  
กลุ่มความร่วมมือทางเศรษฐกิจ
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