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Вступ 
Безпроводові мережі стандарту 
802.11 набули значного поширення для 
передавання головним чином мультиме-
дійної інформації. 
В мережах стандарту 802.11 всіх 
специфікацій основним способом досту-
пу до радіоканалу є конкурентний дос-
туп. У більш нових специфікаціях, зок-
рема в специфікаціях 802.11n та 
802.11ac застосовано удосконалений ме-
ханізм доступу для зменшення негатив-
них наслідків від виникнення колізій, 
проте, небезпека колізій все ж залиша-
ється. 
Для збільшення пропускної здат-
ності безпроводової мережі у нових спе-
цифікаціях передбачено застосовувати 
кілька просторових каналів, об’єднання 
кількох частотних смуг стандартної ши-
рини 20 МГц у смуги 40,80, 160 МГц, 
здійснювати агрегування інформаційних 
пакетів.  
Зручність користування безпрово-
довими з’єднаннями обумовила те, що 
всі сучасні комп’ютери та засоби мобі-
льної комунікації обладнані адаптерами 
мереж стандарту 802.11. 
Взаємний вплив безпроводових 
мереж призводить до деградації експлу-
атаційних показників. і 
Окреслення проблеми 
Удосконалення технології функці-
онування безпроводових мереж забезпе-
чило дуже великі швидкості передаван-
ня сигнальних потоків за ідеальних 
умов. Проте на практиці швидкості пе-
редавання інформаційних потоків знач-
но відрізняються від розрахункової сис-
темної швидкості навіть за сприятливих 
умов функціонування мережі. Для пот-
реб проектування та ефективної експлу-
атації безпроводових мереж необхідно 
знати реальні можливості таких мереж і 
причини, що їх обумовлюють. 
Метою досліджень, наведених в 
даній статті є оцінити співвідношення 
реальної і розрахункової пропускної 
здатності безпроводових мереж та 
з’ясувати зовнішні чинники, що їх обу-
мовлюють.  
Результати експеримента-
льних досліджень безпроводових 
мереж стандарту IEEE 802.11 
У процесі практичного застосуван-
ня безпроводових мереж 802.11 різних 
специфікацій було з’ясовано, що реаль-
на пропускна здатність радіоканалу ме-
режі на багато менше ніж максимальна 
розрахункова сигнальна швидкість заде-
кларована у відповідній специфікації [1-
3].  
Системні параметри безпроводо-
вих мереж різних специфікацій наведено 
в табл. 1. 
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Таблиця 1. Параметри безпроводових мереж різних специфікацій стандарту IEEE 
802 
Версія стандарту 802.11 802.11b 802.11a 802.11g 802.11n 802.11ac 802.11ax 
Рік ратифікації 1997 1999 1999 2003 2009 2014 2017-2019 
Робоча часто-
та,ГГц 
2,4/IR 2,4 5 2,4 2,4/5 5 2,4/5 
Ширина смуги 
каналу зв’язку, 
МГц 
20 20 20 20 20/40 
20/40/80 
/160 
20/40/80 
/160 
Пікова фізична 
швидкість 
(PHY),Мбіт/с 
2 11 54 54 600 6933 9608 
Макс.кількість 
SU-потоків (SU-
Streams) 
1 1 1 1 4 8 8 
Макс. кількість 
MU-потоків(MU-
Streams) 
– – – – – 4 8 
Технологія пере-
давання даних 
DSSS,  
FHSS 
DSSS, 
CCK 
OFDM OFDM OFDM OFDM 
OFDM, 
OFDMA 
Тип модуляції, 
швидкість коду-
вання 
DQPS
KD 
CCK 
64-
QAM, 
 3/4 
64-QAM, 
3/4 
64-QAM, 
5/6 
256-QAM, 
5/6 
1024-
QAM, 5/6 
Макс.кількість 
носійних OFDM 
– – 64 64 13 512 2048 
Рознесення носій-
них,кГц 
– – 312,5 312,5 312,5 312,5 78,125 
 
 Для оцінювання реальної пропуск-
ної здатності мережі 
802.11проаналізуємо результати опри-
люднених досліджень.   
У роботі  [1] автором наведено ре-
зультати вимірювання пропускної здат-
ності радіоканалу безпроводових мереж, 
що функціонують за специфікаціями 
802.11n та 802.11ac у разі застосування 
протоколів транспортного рівня UDP та 
TCP. В даному експерименті кожну ме-
режу налаштовано на максимально мо-
жливу ширину частотного каналу, яку 
дозволяло обладнання – це 20 МГц для 
802.11n у діапазоні 2.4 ГГц, ширина ка-
налу 40 МГц для 802.11n у діапазоні 5 
ГГц, і ширина каналу 80 МГц для 
802.11ac (функціонує тільки у діапазоні 
5 ГГц). 
Схему досліджуваної мережі наве-
дено на рис.1. 
Схема складається з двох 
комп’ютерів (конфігурація: Intel Core i5 
Quad Core 760 з частотою процесора 2.8 
ГГц, 8 Гб оперативної пам’яті DDR3, 
жорсткий диск на 500 Гб (Western 
Digital), ОС Windows 7 SP1 64 біт). 
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Рис.1. Схема безпроводової мережі 802.11 
n/ac для визначення основних експлуатацій-
них параметрів [1] 
 На ПК встановлено безпроводовий 
дводіапазонний адаптер ASUS PCE-
AC66 802.11ac, точка доступу, викорис-
тана в експерименті – Linksys EA6500, 
що є також дводіапазонним мережним 
пристроєм. Для генерації дослідного ін-
формаційного потоку використано про-
грамний пакет Distributed Internet Traffic 
Generator (D-ITG) – безкоштовне про-
грамне забезпечення з відкритим почат-
ковим кодом, сумісний з Windows 7. Та-
кож працює під Linux-похідними ОС 
(Ubuntu, Debian та ін.) І FreeBSD. D-ITG 
добре зарекомендував себе в тестуванні 
трафіка безпроводових локальних мереж 
[1]. 
Під час експериментів вимірюван-
ня характеристик мережі здійснено для 
однорідних потоків, сформованих із па-
кетів різної довжини, від 128 до 524288 
байтів (точні значення: 128, 512, 2048, 
8192, 32768, 131072, 524288 байтів). У 
першому експерименті вимірювали про-
пускну здатність TCP та UDP трафіка. У 
другому – вимірювали джитер (jitter) 
TCP та UDP трафіка. У третьому – за-
тримку передавання пакетів. Результати 
вимірювань наведено на рис.2-3. 
На графіках застосовано такі поз-
начення AC v4 – графік, відповідний 
режиму 802.11ас (діапазон 5ГГц) й ви-
користанню пакетів згідно з протоколом 
IPv4; позначення N2,4 v6 – графік, від-
повідний режиму 802.11N у діапазоні 
2,4ГГц з використанням пакетів згідно з 
протоколом IPv6.  
Наведені на графіках значення 
пропускної здатності каналу значно від-
різняються від тих, що наведено у спе-
цифікаціях стандарту 802.11, табл. 1. 
 
Рис.2. Пропускна здатність безпроводового каналу в разі передавання інформаційного 
потоку за протоколом UDP [1] 
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Рис.3. Пропускна здатність безпроводового каналу в разі передавання інформаційного пото-
ку за протоколом ТСР [1] 
 Отримані значення пропускної 
здатності каналу [1] доволі малі і автори 
досліджень не навели кількох важливих 
чинників, що характеризують умови 
проведення експериментів. Не вказано 
чи врахували автори той факт, що у на-
веденій схемі експерименту одночасно 
канал використовують дві станції: 
комп’ютер, з якого здійснюють переда-
вання інформаційного потоку та точка 
доступу. Це дві станції, що конкурують 
за канал. І, якщо реальну швидкість ви-
мірювали за швидкістю надходження 
інформації на другий комп’ютер (прий-
мач), для визначення пропускної швид-
кості каналу треба наведену на графіках 
пропускну здатність збільшити у два ра-
зи. Але і в цьому разі пропускна здат-
ність каналу особливо для кадрів з кори-
сним навантаженням 128 – 2048 байтів 
значно менше задекларованої у специфі-
каціях.  
У роботі не наведено результатів 
моніторингу електромагнітної обстанов-
ки під час проведення експериментів. 
Оскільки точка доступу, використана в 
експерименті, забезпечує адаптацію ши-
рини частотної смуги з урахуванням рі-
вня завад у каналі, то ймовірно усі екс-
перименти було проведено з радіокана-
лом з шириною частотної смуги 20 МГц. 
Але навіть з урахуванням усіх зроблених 
зауважень отримані в експериментах 
значення пропускної здатності радіока-
налу дуже відрізняються від задекларо-
ваних у стандарті IEEE 802.11, табл.1.  
Розглянемо результати досліджень 
реальної пропускної здатності радіока-
налу мереж IEEE 802.11n/ac наведених у 
роботі [2]. Результати досліджень про-
пускної здатності безпроводового кана-
лу мереж IEEE 802.11n/ac наведено за-
лежно від відстані між абонентами ме-
режі. Дослідження зроблено за ідеаль-
них умов: відкритий майданчик, сигнал 
між антенами розповсюджується у прос-
торі, обмеженому першою зоною Фре-
неля, відсутні завади інших радіосистем 
у використаному радіоканалі. Експери-
ментальні інформаційні потоки були 
сформовані для двох типів транспортних 
протоколів UDP та TCP. Розмір корис-
ного навантаження одного кадру стано-
вив 1470 байтів. 
У дослідженні використано антен-
ний комплекс зовнішньої точки доступу 
MMJ344LV та модуль WPJ344, що за-
безпечує формування двох просторових 
потоків за специфікацією 802.11n та 
802.11ac, та відповідне програмне забез-
печення. Коефіцієнт підсилення антен-
ного комплексу  MMJ344LV становить 5 
– 11 dBi (у роботі не наведено). Для пе-
редавання в експериментах використано 
два просторових потоки з шириною ра-
діочастотного каналу 40 МГц для мере-
жі 802.11n і 80 МГц для мережі  
802.11ac. Результати досліджень наведе-
но нижче. 
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Порівняльні графіки пропускної 
здатності безпроводової мережі у разі 
застосування протоколів транспортного 
рівня ТСР та UDP, рис. 4 ˗ 5. 
 
Рис. 4. Графіки залежності пропускної здат-
ності каналу мережі 802.11 залежно від від-
стані між вузлами мережі для ТСР трафіка 
[2] 
 Верхній графік на рис.4 отримано 
для лінії зв’язку 802.11ac, а нижній гра-
фік ˗ для лінії за стандартом 802.11n. 
 
Рис. 5. Графіки залежності пропускної здат-
ності каналу мережі 802.11 залежно від від-
стані між вузлами мережі для UDP трафіка 
[2] 
 Верхній графік на рис. 5  отримано 
для лінії зв’язку 802.11n, а нижній гра-
фік ˗ для лінії за стандартом 802.11ac. 
Як випливає з наведених графіків 
пропускна здатність радіоканалу мережі 
IEEE 802.11n та IEEE 802.11ac у разі ви-
користання двох просторових каналів з 
розширеними частотними смугами ста-
новить приблизно 100-110 Мбіт/с. З ура-
хуванням того, що подвоєння кількості 
просторових каналів призводить до под-
воєння пропускної здатності, і розши-
рення частотної смуги в два рази теж 
призводить до подвоєння пропускної 
здатності, пропускна здатність каналу 
завширшки 20 МГц в разі використання 
транспортних протоколів UDP та ТСР і 
інформаційних пакетів з корисним нава-
нтаженням 1470 байтів становить приб-
лизно 25 ˗ 30 Мбіт/с. Такі результати 
добре корелюють з результатами, отри-
маними в роботі [1]. 
Результати іще одного досліджен-
ня наведено у роботі [3]. Для оцінюван-
ня пропускної здатності безпроводового 
каналу використовували чотири типи 
різних смартфонів. Смартфон Nexus S 
працює тільки в діапазоні 2,4 ГГц. Інші 
три телефони працюють в обох діапазо-
нах (у випадку мережі 802.11n), але вони 
забезпечують підтримку режиму 
об’єднання частотних смуг (ОЧС) тільки 
в діапазоні 5 ГГц. Для дослідження сфо-
рмовано інформаційні потоки з UDP па-
кетів обсягом по 1470 байтів. Дослі-
дження зроблено для двох частотних 
смуг 20 та 40 МГц та для різних схем 
модуляції та кодування (MCS). Резуль-
тати досліджень пропускної здатності 
безпроводового каналу 802.11n наведено 
на рис. 6 ˗ 7 [3]. 
 
Рис. 6. Пропускна здатність каналу 802.11n 
для низхідного потоку 
Результати досліджень пропускної здат-
ності безпроводового каналу 802.11ac  
наведено на рис. 8. 
Як випливає із наведених графіків 
пропускна здатність каналів мереж 
802.11n  та 802.11ac значно менше про-
пускної здатності задекларованої у від-
повідних специфікаціях стандарту [4, 5]. 
Отримана на практиці пропускна здат-
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ність для потоків, складених із пакетів 
1470 байтів (розмір близький до обме-
ження Ethernet), не перевищує 30% від 
максимальної розрахункової сигнальної 
швидкості. 
З додатковими дослідженнями ав-
торів цієї статті щодо пропускної здат-
ності мереж 802.11 можна ознайомитись 
в [6]. 
 
Рис. 7. Пропускна здатність каналу 802.11n 
для висхідного потоку 
 
Рис. 8. Пропускна здатність каналу 802.11ac 
для низхідного потоку 
 Аналіз проблем широкого за-
стосування безпроводових ме-
реж стандарту IEEE 802.11 
З виходом нових стандартів Wi-Fi, 
а також у зв’язку із загальним поширен-
ням гаджетів, які функціонують в нелі-
цензованому діапазоні частот, користу-
вачі все частіше звертають увагу на те, 
що якість Wi-Fi мереж погіршується на-
віть за умови появи нових удосконале-
них специфікацій цього стандарту. Згід-
но зі статистикою, в усьому світі сього-
дні використовують 6,4 мільярда без-
проводових пристроїв. До 2020 року 
очікують, що кількість безпроводових 
пристроїв становитиме в середньому 2,8 
на одну людину. Але причина деградації 
експлуатаційних параметрів Wi-Fi ме-
реж обумовлена не тільки в збільшенні 
кількості пристроїв [6, 7]. 
На цю ситуацію впливає ще кіль-
кома причин.  
По-перше, в кожному багатопове-
рховому житловому будинку або офіс-
ній споруді  вже встановлено велику кі-
лькість безпроводових маршрутизаторів. 
Приклад наведено на рис. 9. На скрін-
шоті наведено результати вимірювання 
завантаження частотного діапазону 2,4 
ГГц, на п’ятому поверсі студентського 
гуртожитку протягом 5 хв. У період 20 
год 37 хв – 20 год 42 хв. 
 
 
Рис.9.  Результати вимірювання рівнів сигналів у частотному діапазоні 2,4 ГГц, на п’ятому 
поверсі гуртожитку №6 КПІ ім. Ігоря Сікорського 
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 Наведені графічні залежності ха-
рактеризують рівень потужності ство-
рюваний різними мережними засобами у 
точці вимірювання. Наведено лише час-
тину джерел випромінювання та їх хара-
ктеристики. Із наведених на рис.10 да-
них випливає, що всі мережі створюють 
одна одній доволі потужні завади оскі-
льки частотні смуги каналів перекрива-
ються (задіяні канали 11,10, 6, 5, 4 реш-
ту не відображено). 
По-друге, попит на швидкісне пе-
редавання даних неухильно зростає, а це 
означає, що потрібно збільшувати час-
тотні смуги радіоканалів, і як наслідок 
це веде до того, що каналів буде менше, 
але з досить широкими смугами. І тре-
тій, важливий чинник – стільникові опе-
ратори "скидають" трафік з мобільних 
мереж у Wi-Fi мережі (Wi-Fi Offloading). 
Аналіз особливостей функціону-
вання безпроводових мереж у не-
ліцензованих діапазонах 
Для використання технології Wi-Fi 
користувачі повинні дотримуватись пе-
вних технічних вимог, обумовлених час-
тотними регуляторами, наприклад, у ви-
гляді обмеження потужності. Домашні 
Wi-Fi-мережі функціонують в діапазо-
нах 2,4 і 5 ГГц. 
З фізичних причин у діапазоні 2,4 
ГГц мережі функціонують краще: радіо-
сигнали цього діапазону краще поши-
рюються крізь стіни і на більші відстані 
порівняно з сигналами діапазону 5 ГГц 
(за однакового рівня потужності). 
У різних країнах дозволено вико-
ристовувати різну кількість каналів. На-
приклад, в Україні, як і в Європі, вико-
ристовують 13 каналів, а в Японії – 14, 
що дозволяє їм використовувати чотири 
канали, що не перекриваються, рис.10. 
 
Рис. 10. Схема розподілу частотних каналів 
22 МГц у діапазоні 2,4 ГГц [30] 
 У не ліцензованому діапазоні 2,4 
ГГц, кожен радіоканал може бути за-
вширшки 22 мегагерци, тому тільки де-
які з усіх каналів можна використовува-
ти одночасно так, щоб вони не заважали 
один одному. Як правило, це 1, 6 і 11 
канали, рис.10. 
Зсув частоти радіосмуги кожного 
наступного каналу становить 5 МГц. То-
му, якщо на одній території функціонує 
більше трьох маршрутизаторів у діапа-
зоні 2,4 ГГц, то вони однозначно ство-
рюють один одному завади.  
Сигнали у смузі 5 ГГц мають мен-
шу дальність поширення всередині при-
міщень, але ця смуга (діапазон від 5,80 
до 5,825 ГГц) має 24 канали, що не пе-
рекриваються, завширшки 20 МГц в 
США. На п’ять менше в Європі та Япо-
нії. Це досить велика кількість додатко-
вих каналів для безпроводового зв’язку, 
яка могла б вирішити проблему їх за-
йнятості обладнанням. Але приблизно 
половину цих каналів виділено для пер-
винного використання метеорологічни-
ми і військовими радарами. Тому біль-
шість користувацьких маршрутизаторів 
не використовують всі смуги [7]. 
У багатьох регіонах (особливо в 
мегаполісах) надмірне навантаження до-
ступних каналів досягло такого рівня, 
що смугу 2,4 ГГц майже не можливо ви-
користовувати для передавання даних з 
високою швидкістю. Зарубіжний досвід 
такий, що деякі провайдери широкосму-
гових послуг (наприклад, AT & T, British 
Telecom, Comcast тощо) більше не вико-
ристовують 2,4 ГГц для передавання ві-
део або голосу. Майже всі виробники 
смартфонів, разом з Apple, більше не 
рекомендують використовувати свої 
смартфони на частоті 2,4 ГГц. Останній 
і найшвидший варіант Wi-Fi, IEEE 
802.11ac, забезпечує роботу тільки в ді-
апазоні 5 ГГц, хоча більшість обладнан-
ня Wi-Fi підтримує обидві смуги (в ос-
новному для підтримки старих мобіль-
них пристроїв) [7]. 
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Зміни умов функціонування 
мереж у діапазоні 5ГГц 
Перенесення Wi-Fi-комунікацій з 
частот 2,4 ГГц у діапазон 5 ГГц на 
якийсь час вирішило проблему з надмір-
ним навантаженням каналів, але від цьо-
го постраждав радіус дії мереж, тому 
багато споживачів звернулися до прос-
тих рішень для збільшення зони охоп-
лення (наприклад, до різних підсилюва-
чів і ретрансляторів). Популярності на-
були і mesh-мережі, які стали викорис-
товувати для отримання рівномірного 
Wi-Fi покриття у всіх частинах будівлі.  
Ситуація ускладнюється ще й тим, 
що мобільні оператори зв’язку вичерпа-
ли велику частину свого ексклюзивного 
спектра і планують протягом наступних 
трьох років переносити передавання мо-
більних даних на 60% в неліцензійний 
спектр, який використовують для Wi-Fi 
мереж. Технологія для цього рішення 
називається LTE-Unlicensed (LTE-U). Її 
використовують 4G LTE-базові станції 
для відправлення та приймання даних 
через ті ж частотні смуги 5 ГГц діапазо-
ну, що і Wi-Fi. Деякі організації, такі як 
Cable Television Laboratories, Google і 
Microsoft, відзначають, що LTE-U буде в 
цілому погіршувати роботу Wi-Fi ме-
реж. У США Verizon і T-Mobile почали 
пробні розгортання LTE-U, щоб визна-
чити його вплив на Wi-Fi. Оператори в 
Європі і Азії також планують подібні 
випробування [7]. 
Теоретично специфікація IEEE 
802.11ac може забезпечити високу про-
пускну здатність безпроводового каналу, 
що дозволяє передавати відео високої 
якості. Ця специфікація Wi-Fi забезпе-
чує гігабітні швидкості з’єднання. Але 
щоб можна було передавати дані з вка-
заною швидкістю, в 802.11ac передбаче-
но об’єднання каналів. У разі реалізації 
найбільш високопродуктивної конфігу-
рації IEEE 802.11ac Wave 3 передбачено 
об’єднувати весь доступний спектр Wi-
Fi у два канали завширшки по 160 МГц. 
Це злиття означає, що тільки дві пари 
пристроїв можуть взаємодіяти із засто-
суванням найширшого каналу одночас-
но без взаємних завад. Тому, якщо у пе-
вному просторовому сегменті вже є дві 
точки доступу 802.11ac, то поява третьої 
призведе до значного зменшення швид-
кості передавання даних для всіх корис-
тувачів. В результаті ситуації, що скла-
лася, всі ті додаткові переваги, які нада-
вав діапазон 5 ГГц в порівнянні з 2,4 
ГГц – зникли. 
До певного поліпшення ситуації 
може призвести застосування технології 
динамічного вибору частоти (Dynamic 
Frequency Selection – DFS), яка полягає у 
використанні частотних каналів діапазо-
ну 5 ГГц, виділених для метеорологіч-
них та військових радарів там де вони 
відсутні або в ті інтервали часу, коли 
радари не функціонують.  
Висновки 
1. Одночасне функціонування ме-
реж IEEE 802.11 в обмежених частотних 
діапазонах призводить до значного зме-
ншення пропускної здатності кожної з 
них. 
2. Реальна пропускна здатність ра-
діоканалів безпроводових мереж набага-
то менше максимальної розрахункової 
сигнальної швидкості, передбаченої у 
специфікаціях стандарту IEEE 802.11. 
3. Велика кількість абонентського 
обладнання і обмежені частотні ресурси, 
виділені для організації безпроводових 
мереж IEEE 802.11 призвели до значно-
го рівня завад у безпроводових каналах 
мереж, розгорнутих у густонаселених 
регіонах, що обумовило складнощі пе-
редавання потокової інформації (аудіо 
та відео) засобами безпроводових ме-
реж. 
4. Для більш ефективного викорис-
тання можливостей безпроводового ка-
налу потрібно удосконалювати систему 
адаптації режиму функціонування ме-
режі до характеристик мережі і навко-
лишнього середовища. За можливості (в 
установах і організаціях) треба розгор-
тати безпроводові мережі з узгодженим 
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використанням частотного ресурсу і ро-
умінгом. 
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ІньЧенлян, 
Лазебний В.С., к.т.н. 
АНАЛІЗ РЕЗУЛЬТАТІВ ДОСЛІДЖЕНЬ РЕАЛЬНОЇ ПРОПУСКНОЇ 
ЗДАТНОСТІ БЕЗПРОВОДОВИХ МЕРЕЖ СТАНДАРТУ IEEE 802.11 
У роботі зроблено узагальнення результатів експериментальних досліджень 
пропускної здатності безпроводових мереж IEEE 802.11n/ac. Проаналізовано ре-
зультати передавання інформаційних потоків, що складаються з пакетів різного 
розміру, із застосуванням транспортних протоколів TCP та UDP. Розглянуто ме-
режі складені з настільних ПК та мережі з мобільними пристроями. Проаналізова-
но проблеми з подальшим використанням неліцензованих смуг 2,4 ГГц та 5 ГГц. У 
мережах IEEE 802.11 всіх специфікацій конкурентний доступ є основним способом 
доступу до радіоканалу. Нові специфікації, зокрема специфікації 802.11n та 
802.11ac, мають удосконалений механізм доступу для зменшення негативних нас-
лідків колізій, однак ризик колізій залишається. Результати, отримані дослідника-
ми, були проаналізовані щодо пропускної здатності безпроводових мереж, що пра-
цюють згідно зі специфікаціями 802.11n та 802.11ac у випадку протоколів транспо-
ртного рівня UDP та TCP. У цих експериментах кожна мережа була налаштована 
на максимальну смугу частот, дозволену обладнанням – 20 МГц для 802.11n в діапа-
зоні 2,4 ГГц, 40 МГц для 802.11n в діапазоні 5 ГГц і 80 МГц для 802.11ac. Однорідні 
досліджувані потоки інформації було складено з пакетів різного розміру від 128 до 
524288 байт. Досліджено потоки, складені за протоколами IPv4 та IPv6. Отрима-
на пропускна здатність мережі не перевищувала 40 Мбіт/с під час передавання по-
токів, що складаються з пакетів від 128 до 8192 байт. На нашу думку, дослідники 
не правильно оцінили результати, і ми зробили відповідні пояснення. Були також 
проаналізовані результати інших авторів, які досліджували пропускну здатність 
мереж IEEE 802.11n/ac для мобільних телефонів різних типів. Дослідження здійсне-
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но за ідеальних умов для потоків складених з пакетів по 1470 байтів. Пропускна 
здатність, отримана для таких потоків (близько до обмеження Ethernet), не пере-
вищує 30% від максимальної розрахункової швидкості передавання. Ми пояснили ці 
результати та обґрунтували необхідність додаткових досліджень для створення 
вдосконаленої моделі каналу IEEE 802.11. 
Ключові слова:  безпроводова мережа, неліцензований діапазон, пропускна 
здатність, просторовий потік, транспортний протокол, рівень завад. 
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ANALYSIS OF THE RESEARCH OF REAL BANDWIDTH IN STANDARD IEEE 
802.11 WIRELESS NETWORKS  
The paper summarizes the results of experimental studies of the bandwidth of 802.11 
wireless networks of the most common specifications n and ac. The results of transmission 
of information flows consisting of packets of different sizes using TCP and UDP transport 
protocols are analyzed. Considered are networks composed of desktops and networks with 
mobile users. Problems with the continued use of unlicensed 2.4 GHz and 5 GHz bands are 
analyzed. In the 802.11 networks of all specifications, competitive access is the main way 
to access the radio channel. The newer specifications, in particular the 802.11n and 
802.11ac specifications, have an improved access mechanism to reduce the adverse effects 
of collisions, however, the risk of collisions remains. The results obtained by the research-
ers was analyzed for the bandwidth of wireless networks operating according to the speci-
fications of 802.11n and 802.11ac in the case of UDP and TCP transport layer protocols. 
In these experiments, each network was tuned to the maximum frequency bandwidth al-
lowed by the equipment - 20 MHz for 802.11n in the 2.4 GHz band, 40 MHz for 802.11n in 
the 5 GHz band, and 80 MHz for 802.11ac (only works in 5 GHz band). Homogeneous in-
formation flows investigated was made up of packets of various sizes from 128 to 524288 
bytes. The streams compiled according to IPv4 and IPv6 protocols are investigated. The 
network bandwidth received did not exceed 40 Mbps when transmitting streams consisting 
of packets of 128 to 8192 bytes. In our opinion, the authors did not correctly evaluate the 
results and we made the appropriate explanations. The results of other authors who have 
investigated the bandwidth of IEEE 802.11n / ac networks in the case of different types of 
mobile phones have also been analyzed. The studies were made under ideal conditions for 
streams consisting of packets of 1470 bytes. The bandwidth received for streams composed 
of packets of 1470 bytes (near the Ethernet limit) does not exceed 30% of the maximum 
estimated signal rate. We have explained these results and justified the need for additional 
research to create an advanced model for the operation of the IEEE 802.11 wireless chan-
nel. 
Key words: wireless network, unlicensed bandwidth, throuphput, spatial flow, trans-
port protocol, interference level
 
