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Avhandlingens problemstilling er i hvilken grad kriminalomsorgen kan behandle 
personopplysninger om innsatte i Infoflyt-systemet etter straffegjennomføringsloven1  
(strgjfl.) kapittel 1b.  
Infoflyt-systemet beskrives i rundskriv G-03/2005 og saksbehandlingsinstruks KSF-2/2005 
som en samarbeidsmodell for informasjonsutveksling mellom kriminalomsorgen og politiet2 i 
«særlig alvorlige saker med særlig høy risiko».3 Kriminalomsorgens behandling av 
personopplysninger i Infoflyt har hjemmel i strgjfl. kapittel 1b.4 Denne avhandlingen 
undersøker dette hjemmelsgrunnlaget nærmere gjennom drøfting av bestemmelsene i kapittel 
1b §§ 4f til 4k. 
Både kriminalomsorgen og politiet har som formål å forebygge kriminalitet og trygge 
samfunnet, jf. strgjfl. § 2 og politiloven5 (politil.) § 2. Gjensidig utveksling av informasjon om 
personer og andre forhold generelt er derfor viktig for myndighetenes sikkerhetsmessige 
vurderinger.6 Frem til etableringen av Infoflyt-systemet har denne informasjonen vært av 
varierende kvalitet.7 Formålet med Infoflyt er å systematisere og kvalitetssikre 
informasjonsgrunnlaget for myndighetenes risiko- og sikkerhetsvurderinger i arbeidet med å 
forebygge kriminalitet og trygge samfunnet.8 
Infoflyt-systemet behandler i hovedsak personer som kvalifiserer til soning på avdeling med 
særlig høyt sikkerhetsnivå etter strgjfl. § 11 annet ledd, og avgrenser derfor mot mindre 
alvorlige saker.9 Innsatte som registreres i systemet kan derfor representere en alvorlig trussel 





                                                
1 Lov 18.mai 2001 nr. 21 om gjennomføring av straff mv. (straffegjennomføringsloven). 
2 Politiet omfatter i sammenheng med Infoflyt-systemet Den nasjonale enhet for bekjempelse av organisert og 
annen alvorlig kriminalitet (KRIPOS) og Politiets sikkerhetstjeneste (PST).  
3 G-rundskriv (av Justis- og politidepartementet) G-3/2005 punkt 3 og rundskriv fra Kriminalomsorgens sentrale 
forvaltning (KSF) KSF-2/2005 punkt 1.   
4 Underveis vil avhandlingen omtale strgjfl. kapittel 1b som «kapittel 1b». 
5 Lov 4.august 1995 nr. 53 om politiet (politiloven). 
6 G-3/2005 punkt 1.  
7 KSF-2/2005 punkt 1. 
8 G-3/2005 punkt 1. 
9 KSF-2/2005 punkt 1.  
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2 Oversikt over avhandlingen 
2.1 Struktur 
Avhandlingen vil i punkt 3 redegjøre for bakgrunnen for Infoflyt-systemet for å illustrere 
behovet for systemet og hvordan det har blitt praktisert frem til dags dato. Historikken har 
betydning for eksistensen av kapittel 1b. Videre behandler punkt 3 kritikken av systemet. 
Kritikken av Infoflyt kan synliggjøre de reelle hensyn som kan være tolkningsfaktorer ved 
tolkningen av kapittel 1b. Punkt 3 beskriver også hvordan Infoflyt rent praktisk fungerer som 
samarbeidsmodell mellom kriminalomsorgen og politiet. Utover denne beskrivelsen, vil ikke 
avhandlingen behandle KRIPOS og PST sin rolle i Infoflyt-systemet av hensyn til 
avhandlingens ordgrense. Punkt 3 gir også en komparativ sammenligning med tilsvarende 
ordninger i Sverige og Danmark.  
I punkt 4 gis en oversikt over rettsgrunnlagene som regulerer behandling av informasjon i 
Infoflyt-systemet. Oversikten skal ikke tjene som en uttømmende opplisting av rettsregler 
som regulerer informasjonsbehandling, men er en oversikt over rettsgrunnlag som i hovedsak 
har relevans ved tolkningen av kapittel 1b.  
Videre drøfter avhandlingen i punkt 5 personopplysningsbegrepet, herunder hva som skal til 
for at en opplysning kan karakteriseres som en personopplysning og hva som gjør en 
personopplysning sensitiv. Deretter beskrives personopplysningsvernet og hvordan dette 
vernet sammenstilles med det motstridende hensynet om kriminalitetsbekjempelse. Jeg 
undersøker så terskelen for «inngrep» ved offentlige myndigheters behandling av 
personopplysninger i forhold til Grunnloven10 (Grl.) § 113 og EMK artikkel 8.  
Jeg drøfter enkeltbestemmelsene i kapittel 1b i punkt 6 til 9. I punkt 6 vurderes det om 
kriminalomsorgens behandlingsgrunnlag i strgjfl. § 4f er i tråd med lovskravene etter 
legalitetsprinsippet i Grl. § 113 og EMK artikkel 8 nr. 2. Punkt 6 er en sentral vurdering 
ettersom kriminalomsorgen har blitt kritisert for å ikke ta tak i de personvernrettslige 
problemstillingene rundt Infoflyt-systemet.   
I punkt 7 vurderes strgjfl. §§ 4g og 4h om kriminalomsorgens plikt til å informere den 
registrerte om at vedkommende behandles i Infoflyt, samt den registrertes rett til innsyn i sin 
Infoflyt-mappe. Drøftelsen om innsattes informasjons- og innsynsrett er sentral ettersom 
kunnskap om registreringen er en forutsetning for kontradiksjon og kontroll.  
Avhandlingen vil i punkt 8 drøfte strgjfl. § 4i om kriminalomsorgens adgang til å utlevere 
opplysninger til politiet. I punkt 9 behandler strgjfl. § 4j om den registrertes mulighet til å 
kontrollere om personopplysninger i Infoflyt-systemet er lovmessig behandlet, og om 
                                                
10 Lov 17.mai 1814 nr. 17 Kongeriket Norges Grunnlov. 
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kriminalomsorgen har etterfulgt reglene om informasjon og innsyn. Punkt 9 omhandler særlig 
Datatilsynets tilsyns- og påleggskompetanse i forhold til Infoflyt-systemet. 
Avhandlingen avslutter med noen avsluttende bemerkninger i punkt 10.  
2.2 Avgrensning 
Kriminalomsorgen kan etter strgjfl. § 4f første ledd behandle personopplysninger om 
«domfelte og innsatte» i Infoflyt-systemet. En innsatt er en person som enten soner dom eller 
sitter i varetekt,11 hvor begge persongruppene behandles etter ulike regler. Kriminalomsorgen 
treffer avgjørelser for fengslede som gjennomfører rettskraftig dom etter 
straffegjennomføringsloven.12 Straffegjennomføringsloven regulerer også personer som sitter 
i varetekt, men denne persongruppen reguleres i hovedsak etter straffeprosesslovens regler.13 
Varetektsfengslede har klage- og kontrollmuligheter etter straffeprosessloven som er 
annerledes enn soningsdømte har etter straffegjennomføringsloven. Avhandlingen avgrenser 
derfor mot varetektsinnsatte. 
Infoflyt-systemet registrerer tredjepersoner som utgjør en risiko for sikkerheten til innsatte 
eller domfelte med et spesielt beskyttelsesbehov, jf. strgjfl. § 4f første ledd bokstav e. Dette 
kan være innsatte som deltar i vitnebeskyttelsesprogram, eller som av andre grunner blir 
forfulgt i den hensikt å blant annet skade eller drepe vedkommende.14 Kriminalomsorgen kan 
også behandle personopplysninger i Infoflyt om personer som antas å være utsatt for alvorlige 
kriminelle handlinger fra innsatte eller domfelte etter strgjfl. § 4f fjerde ledd. Dette kan være 





                                                
11 KSF-2/2005 punkt 3.  
12 Strgjfl. § 1.  
13 Strgjfl. § 1, med henvisning til Lov 22.mai 1981 nr. 25 om rettergangsmåten i straffesaker 
(straffeprosessloven) kapittel 14.  
14 Prop.120 (2013-2014) L side 30. 




3.1 Etablering av Infoflyt 
Foranledningen til Infoflyt-systemet var et selvmord begått av en identitetsløs innsatt i Bergen 
fengsel i 1996.16 Vedkommende hadde brukt fengselets telefon til å ringe hjem, og fengselet 
hadde dermed informasjon som kunne oppklare personens identitet. Før hendelsen hadde 
politiet forsøkt å klargjøre identiteten slik at vedkommende kunne transporteres tilbake til sitt 
hjemland. Dersom kriminalomsorgen hadde formidlet informasjonen fra telefonsamtalen til 
politiet, kunne selvmordet vært unngått. Ansatte ved Bergen fengsel hevdet i ettertid at 
opplysningene ikke ble formidlet videre av hensyn til taushetsplikt. Behovet for et sikrere og 
bedre informasjonssystem mellom politiet og kriminalomsorgen ble enda tydeligere etter 
NOKAS-ranet i 2004.17 NOKAS-ranet utløste et behov for tettere samarbeid mellom 
kriminalomsorgen og politiet, og etatene fikk erfare at et gjensidig operativt og profesjonelt 
samarbeid var mulig.18 
Tidligere bar politiets og kriminalomsorgens informasjonssamarbeid preg av manglende 
formell lovgivning og lokale variasjoner, og mot slutten av 1990-tallet vokste det frem et 
behov for å formalisere myndighetenes samarbeidssystem.19 Årsaken var økende grad av 
globalisering som igjen medførte endringer i kriminalitetsbildet. Politiet måtte i større grad 
håndtere organisert kriminalitet, i tillegg til at økningen av kriminelle nettverk ble mer synlig 
i fengslene ved at innsatte i økende grad fortsatte sin kriminelle virksomhet gjennom dette 
nettverket. Myndighetenes behov for å kunne innhente informasjon for å bekjempe alvorlig 
kriminalitet mer effektivt stilte derfor krav til informasjonssamarbeidet.    
Som svar på formaliserings- og effektiviseringsbehovet, etablerte Justis- og 
beredskapsdepartementet (Justisdepartementet) Infoflyt-systemet i 2005 ved departementets 
rundskriv G-03/2005. Senere samme år vedtok Kriminalomsorgens sentrale forvaltning 
(KSF)20 KSF-2/2005 med retningslinjer for den nærmere håndteringen av Infoflyt-
opplysninger mellom kriminalomsorgen og politiet. KSF-2005/2 slår fast at utveksling av 
informasjon til politiet faller innenfor unntakene til taushetsplikten etter forvaltningsloven21 
(fvl.) § 13 b første ledd.22 Instruksen fjernet dermed tvilen ansatte i kriminalomsorgen hadde 
vedrørende taushetsplikten ovenfor politiet.   
                                                
16 Rapport 2012 fra Infoflyt-utvalget: INFOLYT-Informasjonsutveksling mellom politiet og kriminalomsorgen i 
saker med alvorlig kriminalitet og høy risiko (heretter Infoflyt-rapporten) side 14.  
17 Rapport Riksrevisjonen 2010: Dokument 3:10 Riksrevisjonens undersøkelse av politiets innsats mot organisert 
kriminalitet (heretter Dokument 3:10) side 58.  
18 Infoflyt-rapporten punkt 8.2.1 side 80. 
19 Infoflyt-rapporten punkt 3.1 side 14-15. 
20 KSF endret navn til Kriminalomsorgsdirektoratet (KDI) i 2013. 
21 Lov 10.februar 1967 om behandlingsmåten i forvaltningssaker (forvaltningsloven). 
22 KSF-2/2005 punkt 7. 
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Nytteverdien av Infoflyt har vært varierende. I en spørreundersøkelse utført av Riksrevisjonen 
fra 2010, uttalte 8 politidistrikt at Infoflyt i liten eller svært liten grad tilfredsstilte behovet for 
informasjon om innsatte og domfelte i tilknytning til organisert kriminalitet. 9 distrikter oppga 
at Infoflyt i noen grad var tilfredsstillende.23 Nytteverdien av Infoflyt kan dermed sies å ha 
vært moderat 5 år etter etableringen. Infoflyt-utvalgets undersøkelser viser at samtlige 
utvalget snakket med ønsket et velfungerende Infoflyt-system, men påpekte 
rettssikkerhetsmangler som tidkrevende informasjonsutlevering, dårlig kvalitet på 
sikkerhetsvurderingene og svak kompetanse i samarbeidet.24 Kriminalomsorgen ser i dag 
nytteverdien av Infoflyt-systemet, særlig som følge av forventningen om en økt andel 
utenlandske innsatte som soner dom for alvorlig kriminalitet.25  
3.2 Kritikk mot Infoflyt-systemets 
hjemmelsgrunnlag 
Fra Infoflyt-systemet ble etablert i 2005 og frem til vedtakelsen av kapittel 1b i 2015, var 
systemet kun forankret i rundskriv G-3/2005 og instruksen KSF-2005/2.26 
Hjemmelsgrunnlaget for Infoflyt-systemet ble møtt med kritikk fra flere hold. Kritikk bestod 
hovedsakelig av at systemet utelukkende var forankret i rettsgrunnlag av lavere 
rettskildeverdi.  
FNs arbeidsgruppe mot vilkårlig fengsling avga 11.oktober 2007 en bekymringsrapport som 
blant annet omhandlet den registrertes rettssikkerhet ved behandling i Infoflyt-systemet.27 
Arbeidsgruppen påpekte i rapporten at bare høytstående tjenestemenn innen 
kriminalomsorgen og politiet hadde tilgang til systemet. Rapporten viser videre at den 
registrerte, med eller uten advokat, bare i «exceptional circumstances» kunne få tilgang til 
egne dokumenter.28 Rapporten kritiserte også Norge for ikke å tilstrekkelig sikre den 
registrertes rett til kontradiksjon, særlig når Infoflyt-opplysningene ble brukt som grunnlag for 
straffegjennomføringsrelaterte avgjørelser som blant annet avslag på søknad om overføring til 
lavere sikkerhet eller permisjon.29   
Like etter bekymringsrapporten, utarbeidet Datatilsynet en foreløpig kontrollrapport 
13.november 2007 etter en kontroll ved Ila Landsfengsel. Kontrollrapporten ledet til en 
endelig kontrollrapport og et påleggsvedtak av 25.januar 2008 til departementet. 
Kontrollrapporten omhandlet behandling av personopplysninger om innsatte ved norske 
fengsler, med særlige uttalelser om Kriminalomsorgens produktivitetsfremmende 
                                                
23 Dokument 3:10 (2009-2010) side 59. 
24 Infoflyt-rapporten punkt 7.4.2 side 70.  
25 Jf. samtale med kriminalomsorgen region vest.  
26 Ved en inkurie avendte KSF feil hjemmelsgrunnlag i KSF-2005/2. Riktig hjemmel skulle være strgjfl. § 5 
fjerde ledd, forskrift til loven § 8-1 og alminnelig instruksjonsmyndighet, jf. Sivilombudsmannen 2007/2274. 
27 Report of the Working group on Arbitrary Detention Mission to Norway (FNs arbeidsgruppe rapport) 
11.oktober 2007. 
28 FNs arbeidsgruppe rapport punkt 86 side 22. 
29 FNs arbeidsgruppe rapport punkt 87 side 22. 
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informasjonssystem (Kompis).30 Kompis-systemet ble etablert i 1992 og etter rundskriv G-
111/2000 § 2 registrerer systemet alle som gjennomfører straff, herunder aktuelle 
opplysninger vedrørende varetekt, soning, dom, bot, sikring, hendelser og journal. 
Datatilsynet anså registreringene i Kompis som «svært inngripende», og hevdet behandling av 
personopplysninger i Kompis krevde klar lovhjemmel etter popplyl. § 9 bokstav b.31  
I tilsvar av 18.januar 2008 til Datatilsynets foreløpige kontrollrapport i 2007, hevdet KSF at 
straffegjennomføringsloven ga tilstrekkelig hjemmel for Kompis-systemet fordi 
kriminalomsorgens oppgaver forutsetter behandling av svært sensitive personopplysninger, og 
at Stortinget hadde lagt dette til grunn ved vedtakelse av loven.32 I pålegget fra 2008 
understeker Datatilsynet at en implisitt lovhjemmel «ikke nødvendigvis er å anse som «lov» 
etter personopplysningslovens bestemmelser, og særlig ikke etter § 9 litra b».33 Datatilsynet 
påla KSF å etablere et rettslig grunnlag for behandling av opplysninger i Kompis-systemet 
med frist for gjennomføring til utgangen av august 2008.34 
Justisdepartementet utnevnte en arbeidsgruppe som 31.oktober 2008 avga rapport om et nytt 
kapittel 1a i straffegjennomføringsloven som regulerer behandling av personopplysninger i 
kriminalomsorgen.35 Sivilombudsmannen36 ba departementet 5.juni 2009 om å redegjøre det 
rettslige grunnlaget for behandling av personopplysninger i Infoflyt-systemet.37 Rapporten 
viser til Datatilsynets pålegg fra 2008 om nødvendigheten av at behandling av 
personopplysninger i Kompis-systemet har tilstrekkelig lovgrunnlag.38 Videre understreker 
Sivilombudsmannen at Infoflyt-systemet inneholder omfattende opplysninger som går ut over 
ordinære Kompis-registreringer. På bakgrunn av Infoflyt-systemets karakter, fant 
Sivilombudsmannen det kritikkverdig at kriminalomsorgen fortsatte registreringene når dette 
systemet var mer inngripende for de registrerte enn Kompis-registreringer.39 Spesielt fant 
Sivilombudsmannen det «meget uheldig og bekymringsfullt» at kriminalomsorgen hadde 
kjennskap til de personvernrelaterte utfordringene knyttet til Infoflyt-systemet, men ikke tok 
utfordringene tilstrekkelig alvorlig.40  
Kapittel 1a ble vedtatt 17.desember 2010, og trådte i kraft etter at forskrift til strgjfl. § 4e ble 
vedtatt 20.september 2013.41 Fra gjennomgangen ovenfor, ser vi at pålegget fra Datatilsynet 
                                                
30 Kompis er et sentralt datasystem i kriminalomsorgen, og deles i Kompis-KIF for arbeidsoppgaver i 
friomsorgen og Kompis-Kia som støtter arbeidsoppgaver i fengslene. Nettside (siste besøkt 12.april 2016): 
http://www.kriminalomsorgen.no/kriminalomsorgens-sentrale-datasystemer.4454702.html  
31 Kontrollrapporten punkt 6.3.1 side 7.  
32 Datatilsynets vedtak om pålegg 25.januar 2008 «Til pkt. 6.3» side 3.  
33 Datatilsynets vedtak om pålegg 25.januar 2008 «Til pkt. 6.3» side 3. Popplyl. § 9 regulerer sensitive 
opplysninger, se punkt 5.2. 
34 Datatilsynets vedtak om pålegg 25.januar 2008 «Vedtak» side 6. 
35 Innstilling fra arbeidsgruppe 1 til Justisdepartementet oktober 2008 punkt 11 side 23.  
36 Sivilombudsmannen er Stortingets tillitsmann som skal sikre at den offentlige forvaltning ikke utøver urett 
mot den enkelte borger, samt bidra til at offentlig forvaltning respekterer og sikrer menneskerettighetene, jf. Lov 
22.juni 1962 nr. 22 om Stortingets ombudsmann for forvaltningen (sivilombudsmannloven) § 3.  
37 Sivilombudsmannen 2007/2274. 
38 Sivilombudsmannen 2007/2274. 
39 Sivilombudsmannen 2007/2274. 
40 Sivilombudsmannen 2007/2274. 
41 Infoflyt-rapporten punkt 4.1 side 24. 
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ledet til vedtakelsen av kapittel 1a om generell informasjonsbehandling i kriminalomsorgen. 
Kapittel 1a ble ikke ansett som tilstrekkelig hjemmelsgrunnlag for behandling av 
personopplysninger med forebyggelsesformål eller til å bidra med opplysninger til politiets 
etterforskning.42 Justisdepartementet nedsatte Infoflyt-utvalget 4.mai 2010 til å foreslå 
detaljerte regler for Infoflyt-samarbeidet. Utvalgets forslag ledet frem til vedtakelsen av 
kapittel 1b i 2015, som en direkte følge av kritikken fra Sivilombudsmannen.43 
Forskriftsregulering av kapittel 1b er i skrivende stund under arbeid ved Justisdepartementet 
med sikte på ferdigstillelse innen utgangen av 2016.44 
3.3 Hvordan fungerer Infoflyt? 
I Infoflyt-utvalgets rapport fra 2012 om forslag til hensiktsmessige regler for behandling av 
opplysninger i Infoflyt-systemet, gjennomgikk utvalget systemets praktiske funksjon. 
Beskrivelsen i punkt 3.3 vil bygge på denne rapporten og samtale jeg har hatt med 
kriminalomsorgen region vest 4.mars 2016.45   
Ekspedisjonssjefen ved Kriminalomsorgsdirektoratet (KDI) er behandlingsansvarlig etter 
personopplysningsloven,46 og beslutter om opplysninger skal registreres i Infoflyt-systemet, 
videreformidles til politiet eller om det skal innhentes ny informasjon fra politiet. Selve 
avgjørelsen om vedkommende skal registreres i Infoflyt foretas av KDI sammen med politiet. 
Ved registrering markeres vedkommende med et rødt flagg i Kompis-systemet. 
Flaggmarkeringen er altså en indikasjon på at det er registrert ytterligere sensitiv informasjon 
om den innsatte i Infoflyt. Politiet kan også be kriminalomsorgen om å innhente opplysninger 
om en innsatt, som politiet for eksempel har interesse for i forbindelse med 
etterforskningsarbeid. I bearbeidet form utleverer politiet nødvendig informasjon i form av et 
internt arbeidsnotat, slik at kriminalomsorgen har noen ledetråder for hvilke opplysninger det 
er relevant å innhente. 
I praksis er det fengselsbetjentene ved den registrertes avdeling som observerer og innhenter 
opplysninger. Informasjonsinnsamlingen starter slik ved avdelingene på lokalt nivå. 
Fengselsbetjentene rapporterer informasjonen til fengselsleder som har tilgang til Infoflyt-
systemet etter autorisasjon fra KDI. Rapporteringen samles til en ukesrapport som arkiveres i 
innsattes Infoflyt-mappe. Fra lokalt nivå, sendes dokumentene med postgang til regionalt nivå 
som igjen videresender informasjonen til KDI. Rapporteringen skal slik gå tjenestevei for å 
kunne kvalitetssikre og filtrere informasjonen frem mot en eventuell utlevering til politiet. 
Den fysiske informasjonsutvekslingen med KRIPOS eller PST skjer gjennom KDIs 
sambandsmann. Sambandsmannen har fast arbeidsplass hos KRIPOS en til to dager hver uke, 
og fungerer som et bindeledd mellom kriminalomsorgen og politiet. 
                                                
42 Infoflyt-rapporten punkt 4.4.1 side 33. 
43 Infoflyt-rapporten punkt 3.4 side 17.  
44 Jf. e-post med Kriminalomsorgsavdelingen, Justis- og beredskapsdepartementet.  
45 Infoflyt-rapporten kapittel 7 side 65-72.  
46 Lov 14.april 2000 nr. 31 om behandling av personopplysninger (personopplysningsloven) § 2 nr. 4. 
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På sentralt nivå arkiveres Infoflyt-dokumentene i Justisdepartementets hemmelige arkiv (H-
arkivet). I H-arkivet foretas det en elektronisk registering av saken, men innholdet i 
dokumentene arkiveres kun i fysiske papirmapper. I tillegg til arkivering i H-arkivet, 
arkiveres et kopiformat av dokumentene på regionalt og lokalt nivå hvor mappene oppbevares 
etter beskyttelsesinstruksens47 og sikkerhetslovens48 regler for arkivering. Ettersom 
dokumentene i Infoflyt-systemet arkiveres i fysiske arkiv, og ikke inngår i en elektronisk 
saksbehandling, er ikke Infoflyt et elektronisk system. Infoflyt skiller seg slik fra Kompis-
systemet som er elektronisk.  
Hovedårsaken til at Infoflyt ikke er elektronisk er fordi kriminalomsorgen og politiet opererer 
i hvert sitt lukkede system som pr. dags dato ikke kommuniserer godt nok. Ved elektronisk 
korrespondanse sendes informasjon ut i det åpnet nettverket, noe som innebærer en risiko for 
spredning av sensitive opplysninger. Derfor er det ikke sikkerhetsmessig forsvarlig å utlevere 
sensitive opplysninger elektronisk. Utlevering skjer derfor ved rekommandert postsendelse, 
selv om postgang ikke fullt ut er en garanti mot spredning. Fordi kommunikasjonen med 
politiet skal skje skriftlig ved tjenestevei, kan det ta opptil 1 måned før informasjonen når 
politiet. Saksgangen i Infoflyt-systemet kan derfor oppleves som byråkratisk og lite effektivt, 
men postgang er pr. dags dato det beste alternativet for å ivareta den registrertes 
rettssikkerhet.  
Unntak fra postgang kan i hastetilfeller gjøres muntlig ved hjelp av telefon. For å ivareta 
hensynet til notoritet, blir opplysningene nedtegnet skriftlig i etterkant. Kriminalomsorgen 
håper informasjonsutveksling med politiet i fremtiden kan gjennomføres i en felles 
elektronisk database for Infoflyt-saker. På denne måten kan saksbehandlingen effektiviseres 
samtidig som den registrertes rettssikkerhet ivaretas.    
3.4 Registrering i Sverige og Danmark 
Jeg vil i punkt 3.4 beskrive hvordan Sverige og Danmark har organisert tilsvarende systemer 
som det norske Infoflyt-systemet. Erfaringene fra Norges nærmeste naboland kan synliggjøre 
styrker og svakheter ved Infoflyt-systemet i et nordisk perspektiv.  
Den svenske kriminalvården har et eget rapporterings- og etterretningssystem, 
Säkerhetsregisteret, hvor hovedkvarteret i kriminalvårdens etterretningssenter (KUT-HK) 
registrerer etterretningsinformasjon som utveksles til politiet. Hjemmelsgrunnlaget for 
registeret er fengselsforordningen 2001:682. Kriminalvården skal etter lovens §§ 39 og 40 
behandle informasjon om innsatte som utgjør en spesiell risiko, blant annet trusler eller 
voldelig adferd.  
                                                
47 Instruks 17. mars 1972 nr. 3352 for behandling av dokumenter som trenger beskyttelse av andre grunner enn 
nevnt i sikkerhetsloven med forskrifter. 
48 Lov 20. mars 1998 nr. 10 om forebyggende sikkerhetstjenester.  
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Bakgrunnen til Säkerhetsregisteret var fire rømningsforsøk fra kriminalanstalter i 2004 hvor 
rømningene innebar vold mot ansatte, samt bistand utenfra i tre av tilfellene.49 Rømning og 
gisseltaking har ikke vært et betydelig problem for kriminalomsorgen i Norge.50 
Rundskrivene til Infoflyt-systemet ble vedtatt i 2005, ett år etter rømningsforsøkene i Sverige 
i 2004. Rømningsforsøkene i Sverige kan slik ha påvirket utarbeidelsen av rundskrivene, som 
videre har festet seg i § 4f første ledd. I likhet med Infoflyt, er formålet med 
Säkerhetsregisteret å gi kriminalvården økt muligheter til å behandle personopplysninger om 
innsatte som utgjør en særskilt risiko i forhold til trusler eller voldelig adferd.51 
En viktig forskjell fra Infoflyt-systemet er at det svenske politiet ikke gis tilgang til rådata fra 
registeret slik politiet gjør i Norge. Svensk politi får utlevert sammendrag av opplysninger 
som etter kriminalvårdens oppfatning er relevant for politiets behov.52  Videre er 
Säkerhetsregisteret et elektronisk system, og Sverige har egne ansatte i KUT-HK som 
utelukkende arbeider med å koordinere informasjonsflyt og registrering av opplysninger i 
registeret.53  
Den danske kriminalforsorgen etablerte i 2011 Kriminalforsorgens Efterretningscenter (KE) 
som innhenter sikkerhetsmessig viktige opplysninger om innsatte i samarbeid med politiet.54 
Behovet for et eget etterretningssenter i kriminalforsorgen har bakgrunn i erfaringer Danmark 
har gjort i forbindelse med organisert kriminalitet i MC-miljøer. For å effektivisere 
sikkerhetsarbeidet, ble Kriminalforsorgens Etterretningssystem (KES) etablert i 2011 som et 
databaseverktøy for KE.55 I tillegg til personer med tilknytning til bandemiljøer, registrerer 
KES også personer som følge av rømningsfare og radikalisering. Systemet kommuniserer 
med kriminalforsorgens fangesakssystem gjennom automatisk overføring av 
sikkerhetsrelaterte data til KES.56 I likhet med det svenske Säkerhetsregisteret, skjer 
informasjonsutvekslingen med politiet elektronisk gjennom et sikkert nettverk.  
Ettersom systemene i både Sverige og Danmark er elektroniske rapporterings- og 
etterretningssystem, kan Säkerhetsregisteret og KES virke mer velutviklet enn Infoflyt som er 
et manuelt system uten eget etterretningssenter. En annen sentral ulikhet som skiller Sverige 
og Danmark fra Norge, er at det ikke gis innsyn i registrert informasjon i Säkerhetsregistreret 
og KES. Begrunnelsen for å ikke gi innsyn er hensynet til myndighetenes behov for å holde 
mål og metoder i etterretningsarbeidet skjult. Norge legger slik større vekt på hensynet til 
personopplysningsvernet ettersom strgjfl. § 4h første ledd fastslår innsynrett for registrerte i 
Infoflyt-systemet, se punkt 7.3.   
 
                                                
49 Statens offentliga utredningar 2005:6 (SOU) side 9.  
50 Jf. samtale med kriminalomsorgen region vest.  
51 SOU punkt 3.2.1 side 58. 
52 Infoflyt-rapporten punkt 5.1.2 side 53.  
53 Infoflyt-rapporten punkt 5.1.3 side 54.  
54 Infoflyt-rapporten punkt 5.2.1 side 56.  
55 Infoflyt-rapporten punkt 5.2.2 side 56.  
56 Årsrapport 2010 for Kriminalforsorgen side 44. 
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4 Det rettslige hierarkiet 
4.1 Grunnloven 
Som den øverste rettskilden i Norge, har Grunnloven relevans ved tolkningen av 
straffegjennomføringsloven kapittel 1b. Grunnloven § 102 viser at enhver «har respekt for sitt 
privatliv og familieliv, sitt hjem og sin kommunikasjon».  
Paragraf 113 viser at myndighetenes «inngrep overfor den enkelte må ha grunnlag i lov».  
Grl. §§ 102 og 113 er slik sentrale grunnlovsbestemmelser for analysen av kriminalomsorgens 
adgang til å behandle personopplysninger i Infoflyt.  
4.2 Internasjonale konvensjoner 
Lov 21.mai 1999 om styrking av menneskerettigheters stilling i norsk rett 
(menneskerettsloven) viser i § 3 at visse definerte internasjonale konvensjoner nevnt i § 2 skal 
ved motstrid gå foran bestemmelser i annen lovgivning. Disse konvensjonene er dermed gitt 
en høyere trinnhøyde i det norske rettskildehierarkiet enn ordinære lover.  
I følge menneskerettsloven § 2 nr. 1 er Den europeiske menneskerettskonvensjonen (EMK) 
en av disse konvensjonene. EMK artikkel 8 nr.1 viser at enhver har respekt for «his private 
and family life, his home and his correspondence».  
Etter mrl. § 2 nr. 3 er også FNs konvensjon om sivile og politiske rettigheter (SP) blant disse 
konvensjonene. SP artikkel 17 nr. 1 viser at ingen skal utsettes for «arbitrary or unlawful 
interference with his privacy, family, home or correspondence».  
Både EMK og SP sikrer slik retten til privatliv. Til forskjell fra SP artikkel 17, fastlegger 
EMK artikkel 8 nr. 2 eksplisitte vilkår for adgangen til å begrense retten til privatliv. EMK 
har slik større praktisk betydning ved vurdering av adgangen til å behandle 
personopplysninger i Infoflyt. I denne avhandlingen vil drøftelsene derfor i hovedsak anvende 
EMK artikkel 8.  
4.3 Ordinær norsk lovgivning 
Straffegjennomføringsloven kapittel 1b §§ 4f til 4k inneholder særregulering for 
kriminalomsorgens behandling av personopplysninger i Infoflyt.  
Personopplysningsloven (popplyl.) regulerer generelt den enkeltes personvern ved behandling 
av personopplysninger. Paragraf 3 første ledd viser at loven gjelder for behandling av 
opplysninger som helt eller delvis skjer i elektroniske systemer. Loven har relevans for 
utfylling av reglene i straffegjennomføringsloven kapittel 1b, jf. popplyl. § 5.  
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Politiregisterloven57 (pregl.) regulerer politiets adgang til å utlevere opplysninger fra politiets 
registre til offentlige organ. Loven har relevans for tolkning av straffegjennomføringsloven 
kapittel 1b ettersom politiet og kriminalomsorgen samarbeider om Infoflyt-systemet. 
4.4 Rundskriv 
Nederst i det rettslige hierarkiet er rundskriv og instrukser som særskilt regulerer 
saksbehandlingsrutiner ved Infoflyt-systemet.  
Rundskriv Informasjonsutveksling mellom kriminalomsorgen og politiet/påtalemyndigheten 
(G-2005/3) av 18.mars 2005 var det første formelle hjemmelsgrunnlaget til Infoflyt-systemet. 
Justis-og politidepartementet presenterte her Infoflyt og behovet for utveksling av 
informasjon om særlig alvorlige saker. 
Instruks INFOFLYT – Særlig saksbehandlingsinstruks (KSF-2005/2) av 13.april 2005 har 
hjemmel i G-2005/3, og inneholder retningslinjer for kriminalomsorgens behandling av 
personopplysninger i Infoflyt-systemet.  
Både G-2005/3 og KSF-2005/2 anvendes i dag av kriminalomsorgen for håndtering av 
Infoflyt-systemet.58 
                                                
57 Lov 28.mai 2010 nr. 16 om behandling av opplysninger i politiet og påtalemyndigheten (politiregisterloven). 
58 Jf. samtale med kriminalomsorgen region vest.  
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5 Er behandling av 
personopplysninger i Infoflyt et 
inngrep? 
5.1 Oversikt 
I punkt 5 undersøkes begrepene personopplysninger og personopplysningsvern nærmere. 
Dette er sentrale begreper som har betydning for den nærmere forståelse av 
informasjonssystemer som har til formål å registrere personopplysninger. Jeg analyserer 
personopplysningsbegrepet i punkt 5.2 og personopplysningsvernet i punkt 5.3. Deretter 
undersøker jeg i 5.4 om registrering av innsatte i Infoflyt-systemet er inngrep etter 
legalitetsprinsippet i Grl. § 113 og EMK artikkel 8. Inngrepsvurderingen er sentral for 
forståelsen av i hvilken grad kriminalomsorgen begrenser innsattes personvernrettigheter ved 
behandling i Infoflyt-systemet.  
5.2 Personopplysningsbegrepet 
Kriminalomsorgen kan behandle «personopplysninger» i både Kompis og Infoflyt, jf. strgjfl. 
§§ 4c og 4f.59 Straffegjennomføringsloven definerer ikke innholdet i 
personopplysningsbegrepet, og den nærmere forståelsen for begrepet finner vi i 
personopplysningsloven. Personopplysningsloven er bindende for kriminalomsorgens 
behandling av personopplysninger i den utstrekning straffegjennomføringsloven kapittel 1a 
ikke regulerer det aktuelle spørsmålet, jf. strgjfl. § 4a. Ettersom kapittel 1b ble vedtatt etter 
kapittel 1a, tilsier systembetraktninger i straffegjennomføringsloven og fortolkningsprinsippet 
lex specialis at tilsvarende også skal gjelde for kapittel 1b. Dette fremkommer i tillegg av 
popplyl. § 5 som bestemmer at personopplysningsloven gjelder ved behandling av 
personopplysninger «om ikke annet følger av særskilt lov».  
Personopplysningsloven definerer personopplysninger i § 2 nr. 1 som «opplysninger og 
vurderinger som kan knyttes til en enkeltperson». Bestemmelsen i popplyl. § 2 bygger på EUs 
personverndirektiv (Direktiv 95/46/EF) som i artikkel 2a fastlegger at enhver opplysning 
anses som personopplysning så lenge opplysningen identifiserer en person.60 Videre kan en 
person etter artikkel 2a identifiseres direkte eller indirekte ved «an identification number or to 
one or more factors specific to his physical, physiological, mental, economic, cultural or 
social identity». Direktivet legger slik til grunn en vid definisjon av 
personopplysningsbegrepet i popplyl. § 2 nr. 1. 
                                                
59 Strgjfl. §§ 4c og 4f første ledd begge bestemmelser. 
60 Ot.prp.nr.92 (1998-1999) «Til § 2 definisjoner» side 101. 
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Personvernkommisjonen tok utgangspunkt i definisjonen av personopplysningsbegrepet 
ovenfor, og uttalte at opplysninger må forstås som faktabaserte data (adresse, alder), og at en 
vurdering er en sammensetning av disse opplysningene.61 Videre må opplysningene 
tilknyttes, enten direkte eller indirekte, en fysisk levende person gjennom for eksempel navn, 
personnummer eller boligadresse.62  
Personopplysninger i både Infoflyt og Kompis er «sensitive» ettersom opplysningene 
indikerer at vedkommende har vært «mistenkt, siktet, tiltalt eller dømt for en straffbar 
handling», jf. popplyl. § 2 nr. 8. bokstav b. KSF karakteriserte også Infoflyt-opplysninger i 
KSF-2005/2 som «meget sensitive».63 Sensitive personopplysninger har større 
beskyttelsesbehov, og kan etter popplyl. § 11 første ledd bokstav a «bare behandles når dette 
er tillatt etter § 8 og § 9». Kriminalomsorgen kan behandle sensitive personopplysninger ved 
utøvelse av offentlig myndighet, jf. popplyl. § 8 bokstav e, jf. § 9 bokstav b.  
5.3 Personopplysningsvern 
Det er ingen legaldefinisjon av personopplysningsvernsbegrepet i norsk lovgivning. 
Personopplysningsvern er et begrep som har vokst frem som følge av teknologisamfunnets 
muligheter til å samle, bruke, oppbevare og spre informasjon om enkeltpersoner.64 Begrepet 
fremhever at vernet eksplisitt omhandler den enkeltes personopplysninger, og er slik mer 
presist enn det tradisjonelle personvernsbegrepet som regulerer flere sider ved enkeltindividet.  
Personvernkommisjonen skilte i 2009 personopplysningsvernet fra personvernet, og definerte 
vernet slik:  
«Personopplysningsvern dreier seg om regler og standarder for behandling av 
personopplysninger som har ivaretakelse av personvern som hovedmål. Reglenes formål er å 
sikre enkeltindivider oversikt og kontroll over behandling av opplysninger om dem selv».65  
Definisjonen ble senere tiltrådt av Menneskerettsutvalget i 2011 som fremmet forslag om 
revisjon av Grunnloven for å styrke menneskerettighetenes stilling i nasjonal rett.66 Likevel er 
personopplysningsvernet ikke eksplisitt nedfelt i Grunnloven. Personvernkommisjonen ba om 
at begrepene «privatlivets fred», «personvern» og «personopplysningsvern» ble avklart i en 
grunnlovstekst.67 Bestemmelsen i Grl. § 102 fastslår i første ledd at enkeltpersoner «har 
respekt for sitt privatliv». I annet ledd pålegges statens myndigheter å sikre vern om «den 
personlige integritet». Personvernkommisjonens ønske om avklaring av sentrale begreper i 
grunnlovstekst ble altså ikke imøtekommet av lovgiver.  
 
                                                
61 NOU 2009:1 avsnitt 4.5.3.1 side 46. 
62 NOU 2009:1 avsnitt 4.5.3.2 side 47.  
63 KSF-2005/2 punkt 1 side 1.  
64 Dokument 16 (2011-2012) punkt 30.6.6.3 side 178. 
65 NOU 2009:1 punkt 4.1.5 side 32.  
66 Dokument 16 (2012-2012) side 11. 
67 Dokument 16 (2011-2012) punkt 30.6.3 side 173. 
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Selv om Grl. § 102 ikke eksplisitt hjemler et vern om personopplysninger, har bestemmelsen i 
senere tid blitt tolket som en plikt til å sikre personopplysningsvernet. Blant annet legger 
Graver og Harborg i utredning av 1. oktober 2015 til Justisdepartementet og 
Samferdselsdepartementet til grunn at Grl. § 102 «utgjør en generell bestemmelse om respekt 
for (…) personopplysningsvern».68 Som Menneskerettsutvalget beskriver, vil fremtidens 
teknologiske utvikling og utfordringer nødvendiggjøre en grunnlovfestelse av 
personopplysningsvernet.69 Det legges slik til grunn at Grl. § 102 «privatliv» og «personlige 
integritet» inkluderer vernet om personopplysninger.   
På tross av personopplysningsvernets sterke rettslige forankring, innebærer Infoflyt-systemet 
at vernet må begrenses av hensyn til politiets hovedoppgave om å bekjempe kriminalitet. 
Politiregisterutvalget uttaler i Ot.prp.nr.108 at behandling av opplysninger er en sentral faktor 
i politiets kamp mot kriminalitet, og at det er hensynet til kriminalitetsbekjempelse som ofte 
gjør politiets behandling av opplysninger ulik andre forvaltningsorganers behandling.70 Blant 
annet beror politiets behandling ofte ikke på samtykke fra den registrerte. Som følge av 
hensynet til kriminalitetsbekjempelse, gjelder derfor ikke det sentrale personvernrettslige 
prinsippet om selvråderett over egne personopplysninger for politiets behandling.71 Innsatte 
har derfor ikke rett til å bestemme over egne personopplysninger i Infoflyt-systemet, men har 
rett til å få opplysningene kontrollert etter popplyl. § 27 første ledd og kontrollert av 
Datatilsynet etter strgjfl. § 4j, se punkt 9.  
Hensynet til innsattes personvernrettigheter i Infoflyt-systemet er slik ikke like tungtveiende 
som hensynet til kriminalitetsbekjempelse. Reglene i kapittel 1b må derfor balansere hensynet 
til behovet for å forebygge, hindre og bekjempe alvorlig kriminalitet på den ene siden og 
hensynet til personvern på den andre siden.72  
5.4 Inngrepsterskel etter Grl. § 113 og EMK 
artikkel 8 
5.4.1 Grl. § 113 – legalitetsprinsippet  
Grl. § 113 viser at «Myndighetenes inngrep overfor enkelte må ha grunnlag i lov». 
Bestemmelsen kodifiserer hjemmelskravet etter det alminnelige legalitetsprinsippet, som frem 
til grunnlovsreformen i 2014 hadde status som konstitusjonelt sedvanerettslig prinsipp. Det 
nærmere innholdet av prinsippet er i teorien nyansert etter en positiv og negativ definisjon. 
Graver definerer legalitetsprinsippet positivt ved at forvaltningens inngrep i borgernes 
rettssfære må ha grunnlag i formell lovgivning, dvs. lov vedtatt av Stortinget etter 
                                                
68 Graver og Harborg punkt 3.1.1 side 15. 
69 Dokument 16 (2011-2012) punkt 30.6.5 side 175-176. 
70 Ot.prp.nr. 108 (2008-2009) punkt 6.2 side 51. 
71 Ot.prp.nr. 108 (2008-2009) punkt 6.3 side 51.  
72 Prop.120 L (2013-2014) punkt 7.3.3 side 17. 
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Grunnlovens regler i § 76 flg.73 Graver beskriver slik den tradisjonelle oppfatningen av 
legalitetsprinsippet som tar utgangspunkt i den enkeltes rettighetsvern.  
Smith nyanserte den tradisjonelle oppfatningen av prinsippet i 1978. Han hevder det 
tradisjonelle kravet om hjemmel i lov i streng forstand «vanskelig lar seg hevde hverken 
prinsipielt eller i praksis» som følge av at andre rettskilder enn lovgrunnlag i stor grad 
tilfredsstiller legalitetsprinsippets hjemmelskrav.74 Skjerdal bygger videre på oppfatningen til 
Smith i 2001, hvor han påpeker at det er «anerkjent at det etter omstendighetene kan foreligge 
alternative rettsgrunnlag for offentlig myndighetsutøvelse».75 Skjerdal reformulerer 
legalitetsprinsippet og beskriver det som et spørsmål «om hvor langt de ulike mulige typene 
av rettsgrunnlag rekker som hjemmel for myndighetsutøvelse i det enkelte tilfellet».76 En slik 
negativ definisjon av legalitetsprinsippet tar utgangspunkt i det offentliges generelle 
kompetanse til å utøve myndighet, hvor kompetanse i lov er nødvendig ved mangel av annet 
kompetansegrunnlag.  
Høyesterett tok avstand fra prinsippets negative definisjon i Rt. 2010 s. 612. Domstolen 
uttalte at «i norsk rett gjelder [det] et alminnelig krav om hjemmel (…) for vedtak, men også 
for faktiske handlinger som kan sies å virke inngripende for enkeltpersoner».77 
Menneskerettsutvalget viser i 2011 til det reformulerte negative legalitetsprinsippet, og legger 
til grunn at prinsippet ikke har som mål å regulere når offentlige myndigheter har tilstrekkelig 
beslutningskompetanse.78 Utvalget foreslo å grunnlovfeste det tradisjonelle 
legalitetsprinsippet fordi myndighetene uansett trenger hjemmel i lov for å gripe inn i den 
enkeltes rettssfære.79 Grunnlovfesting av legalitetsprinsippet vil da tydeliggjøre at prinsippet 
fungerer som en «reell skranke for makthavernes myndighetsutøvelse».80 Kontroll- og 
konstitusjonskomiteen viste til forslaget fra Menneskerettsutvalget, og påpekte at 
grunnlovfesting av legalitetsprinsippet ikke vil endre dagens rettstilstand.81 Komiteen uttaler 
videre at prinsippet uansett gjelder i norsk rett og «har like stor gjennomslagskraft som om det 
skulle stått skriftlig i Grunnloven».82 Grl. § 113 innebærer slik en synliggjøring av det 
tradisjonelle legalitetsprinsippet.   
Hvorvidt behandling av personopplysninger skal regnes som inngrep i borgernes sfære, er lite 
drøftet i litteraturen. Dette påpeker også Berg som i sin artikkel hevder behandling av 
personopplysninger «ikke er en rettslig, men en faktisk handling».83 Om faktiske handlinger 
er inngrep etter legalitetsprinsippet, beror etter Eckhoff på en vurdering av «hvor vidtgående 
inngrepet er og hvilke interesser det skal tjene».84 I forhold til hvilke interesser inngrepet skal 
                                                
73 Graver side 71.  
74 Smith side 664 og 667. 
75 Skjerdal punkt 3.1 side 343. 
76 Skjerdal side 343. 
77 Rt. 2010 s.612 avsnitt 27. 
78 Dokument 16 (2011-2012) punkt 41.2 side 246.  
79 Dokument 16 (2011-2012) punkt 41.5 side 249. 
80 Dokument 16 (2011-2012) punkt 41.5 side 248. 
81 Innst.186 S (2013-2014) punkt 2.1.12 side 32. 
82 Innst.186 S (2013-2014) punkt 2.1.12 side 32..  
83 Berg punkt 3.2.1 side 358 
84 Eckhoff side 251.  
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tjene, påpeker Kvam at «utgangspunktet må være at jo viktigere den faktiske handlingen er, jo 
større handlingsfrihet må [det] innrømmes for myndighetsorganet».85 Formålet med Infoflyt-
systemet er å bekjempe kriminalitet og skape trygghet i samfunnet. Dette er viktige 
samfunnshensyn som tilsier en større handlingsfrihet for myndighetene sammenlignet med 
inngrep som baserer seg på mindre viktige hensyn. Verdiene Infoflyt-systemet skal ivareta, 
trekker slik i retning av at behandlingen ikke er et inngrep. 
Jeg drøfter så hvor vidtgående registreringen i Infoflyt-systemet er. Ikke enhver beslutning 
forvaltningen foretar kvalifiserer til «inngrep» etter Grl. § 113. For at legalitetsprinsippet skal 
aktiveres, må forholdet som rammer den enkelte overstige en viss terskel før inngrepet er 
tilstrekkelig kvalifisert.86 Forhold som ikke når opp til terskelen, vil ifølge 
Menneskerettsutvalget kunne være «avslag på søknad om å reise bygninger på eiendom [eller] 
pålegg om hvilken skole barnet skal gå på».87 Inngrepet må slik være egnet til å berøre den 
enkeltes privatliv før forholdet er tilstrekkelig kvalifisert.  
Beslutningen om å registrere innsatte i Infoflyt-systemet vil ikke isolert sett representere en 
endring av vedkommendes bevegelsesfrihet ettersom registreringen vil påbegynne etter 
soning av fengselsstraffen er påbegynt. Mens det er forholdsvis enkelt å trekke grensene for 
inngrep i innsattes fysiske integritet, er det etter Hopsnes & Solberg mer problematisk å 
trekke grensen for inngrep i den private sfære.88 Inngrepsterskelen vil da variere etter tiltakets 
art, omfang og varighet.89 Dette tilsier at opplysningenes art, formålet med registreringen og 
hvor lenge innsatte behandles i Infoflyt har betydning for om registreringen er et inngrep etter 
legalitetsprinsippet.  
Formålet med Infoflyt tilsier at den registrerte er mistenkt for særlig alvorlig kriminalitet, og 
at vedkommende av den grunn vil gjennomgå et særlig strengt kontroll- og 
overvåkningsregime.90 Negative vedtak truffet på bakgrunn av opplysninger i Infoflyt-
systemet kan virke negativt på innsattes soningsprogresjon. For eksempel vil det virke  
inngripende i innsattes personlige sfære dersom søknad om permisjon og frigangsavtaler 
begrunnes med at vedkommende er registrert i Infoflyt. I tillegg til negative vedtak, vil selve 
registreringen innebære en stigmatisering og mistenkeliggjøring om at vedkommende har 
tilknytning til særlig alvorlig kriminalitet. Dette innebærer et usikkerhetsmoment for den 
registrerte siden opplysningene kan tjene en pågående etterforskningssak hos politiet. 
Ettersom behandling i Infoflyt griper sterkt inn i innsattes private sfære legges det til grunn at 
registreringen er et vidtgående inngrep etter Grl. § 113.  
 
 
                                                
85 Kvam punkt 5.2.4.2 side 181  
86 Dokument 16 punkt 41.2 side 247.  
87 Dokument 16 punkt 41.2 side 247. 
88 Hopsnes & Solberg side 120-121. 
89 Hopsnes & Solberg side 120-121. 
90 Infoflyt-rapporten punkt 3.3 side 16.  
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5.4.2 EMK artikkel 8 – inngrep i «private life» 
Prinsippbestemmelsen i Grl. § 92 om statens plikt til å sikre og respektere 
menneskerettighetene, tilsier at Grl. § 113 bør tolkes i lys av det innhold EMD innfortolker i 
artikkel 8 nr. 2 om «interference» i privatlivsrettigheter.91 Jeg skal i punkt 5.4.2 beskrive 
hvordan EMD har utviklet adgangen til «interference» i «private life» etter EMK artikkel 8.  
Begrepet «private life» lar seg ikke beskrive presist. I X og Y mot Nederland viser EMD at 
«private life» er «a concept which covers the physical and moral integrity of the person».92 
Domstolen viser til denne definisjonen av privatlivsbegrepet i S. og Marper mot Storbritannia 
og uttaler at begrepet dekker flere aspekter ved en persons fysiske og psykiske identitet.93 
Privatlivsbegrepet er slik en sekkebestemmelse for begrepene personvern, privatliv og 
privatlivets fred.94 Retten til vern av personopplysninger fremgår ikke eksplisitt av 
konvensjonsteksten i artikkel 8, men EMD har i flere avgjørelser fastslått at artikkel 8 
omfatter et personopplysningsvern.95 
Det legges til grunn for avhandlingen at registreringer uten registrertes kunnskap er inngrep 
etter artikkel 8. Dette viser EMD i Klass mfl. mot Tyskland hvor domstolen la til grunn at 
nasjonal lovgivning som åpnet for skjult telefonavlytting i seg selv innebar et inngrep i 
privatlivsbeskyttelsen etter artikkel 8 nr. 1.96 Nedenfor illustreres inngrepsadgangen etter 
EMD-praksis hvor den registrerte har vært kjent med personopplysningsbehandlingen.  
Etter artikkel 8 nr. 2 kan offentlige myndigheter gripe inn i retten til «private life» dersom 
«[the] interference» er «in accordance with the law and is necessary in a democratic society», 
samt oppfyller ett av artikkelens legitime formål. Inngangsvilkåret «interference» viser, i 
likhet med det nasjonale legalitetsprinsippet, at mindre forstyrrelser i privatlivet ikke vernes 
etter konvensjonen. EMD har uttalt at «[n]ot every act or measure which adversely affects 
moral or physical integrity will interfere with the right to respect to private life guaranteed by 
Article 8».97 Hvor terskelen går før registrering av personopplysninger kan kvalifiseres som 
«interference», gir ikke konvensjonsteksten veiledning om. Framstillingen videre undersøker 
derfor når behandling av personopplysninger er «interference» i «private life».  
Ikke all behandling av personopplysninger faller innenfor virkeområdet i artikkel 8. I Lupker 
mfl. mot Nederland (Lupker) hadde nederlandske politimyndigheter videreformidlet 
fotografier til vitner i forbindelse med etterforskningsarbeid. Klagerne hadde ikke samtykket 
til utleveringen av sine egne personopplysninger. EMD så derimot vedkommendes 
personopplysningsvern i sammenheng med samfunnsinteressen med å oppklare politiets 
etterforskningsarbeid. EMD uttaler at behandling av personopplysninger ikke kan «be 
considered to amount to an intereference with (…) private life» når formålet med 
                                                
91 Aall Grunnloven og EMK side 507.  
92 X og Y mot Nederland (1985) avsnitt 22.  
93 S. og Marper mot Storbritannia (2008) avsnitt 66. 
94 Høgberg og Høstmælingen side 100. 
95 Infoflyt-rapporten punkt 4.2 side 26.  
96 Klass mfl. mot Tyskland (1978) avsnitt 41.  
97 Bensaid mot Storbritannia (2001) avsnitt 46.  
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videreformidlingen utelukkende er «the identification of the offenders in the criminal 
proceedings against the applicant».98 Hensynet til kriminalitetsbekjempelse tilsa derfor at 
bruken av fotografiene ikke falt innenfor virkeområdet til artikkel 8.99  
Behandling av fotografier og fingeravtrykk i politiets registre var tema i Kinnunen mot 
Finland (Kinnunen).100 EMD la til grunn at foto og fingeravtrykk som ikke innebærer «any 
subjective appreciations» som vedkommende har interesse av å imøtegå, kvalifiseres ikke til 
«interference» etter artikkel 8.101 Politiet hadde lagret personopplysningene i seks år etter 
klagers frifinnelsesdom, og klager mente seg derfor stemplet som kriminell av politiet etter 
frikjennelsen. EMD la til grunn at foto og fingeravtrykk i forbindelse med arrest ikke var et 
inngrep i privatlivet.102 EMD gjentar i Van der Velden mot Nederland (Van der velden) at det 
ikke er inngrep når politiet registrerer fingeravtrykk. Domstolen viser til Kinnunen og trekker 
en gradsforskjell ved lagring av cellemateriale og DNA-profil. EMD hevder lagring av 
cellemateriale er «beyond the scope of neutral identifying features such as fingerprint» 
ettersom cellemateriale ikke bare var egnet for ren objektiv identifisering, men hadde i tillegg 
potensial for avsløring av personlige egenskaper.103 Registrering av cellemateriale er således 
inngrep etter artikkel 8.  
I S. og Marper mot Storbritannia endrer derimot EMD rettstilstanden beskrevet ovenfor, og 
uttaler at fingeravtrykk, foto og stemmeopptak skal vurderes likt: «(…) the 
applicants´fingerprint records constitute their personal data (…) which contain certain 
external identification features much in the same way as, for example, personal photographs 
or voice samples».104 EMD endrer dermed inngrepsadgangen i privatlivet ved at lagring av 
fingeravtrykk innebærer et inngrep i retten til «private life».105 Domstolen legger videre til 
grunn at både cellemateriale og DNA profiler er inngrep i retten til privatliv, og opprettholder 
slik oppfatningen som ligger til grunn i Van der velden.106 
Infoflyt-systemet vil i hovedsak innhente personopplysninger fra informanter, brev-, telefon- 
og besøkskontroll samt kriminalomsorgens egne observasjoner. Praksisen fra EMD ovenfor er 
slik mer treffende for politiets registre enn for systemer til kriminalomsorgen. Likevel er 
gjennomgangen illustrerende for hvilken terskel EMD stiller til myndighetenes tiltak før det 
er tale om en «interference» etter artikkel 8 nr. 2. EMD viser at innsamling av sensitiv 
informasjon som medisinske opplysninger og celleprøver er inngrep. Men innsamling av 
navn, fotografier og fingeravtrykk har EMD ikke ansett som inngrep. EMD viser ikke i 
dommene ovenfor hvorfor registreringene ikke er «interference» etter artikkel 8 nr. 2. 
Sannsynligvis var registreringene for svake. Som nevnt ovenfor, vil innsamling av 
personopplysninger uten den registrertes kunnskap alltid representere inngrep i retten til 
                                                
98 Lupker (1992) punkt 5 under «The law». 
99 Lupker (1992) punkt 5 under «The law». 
100 Kinnunen (1996). 
101 Registrering av fotografier og fingeravtrykk var heller ikke inngrep i Van der Velden mot Nederland (2006). 
102 Kinnunen (1996) punkt 2 (ii) under «The law».  
103 Van der velden (2006) under «The law».  
104 S. og Marper mot Storbritannia (2008) avsnitt 81. 
105 S. og Marper mot Storbritannia (2008) avsnitt 86.  
106 S. og Marper mot Storbritannia (2008) avsnitt 71 og 77. 
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privatliv. Det faktum at kriminalomsorgen kan holde registreringer skjult for den innsatte, i 
tillegg til at systemet behandler sensitive personopplysninger, tilsier at registrering i Infoflyt-
systemet er «interference» etter artikkel 8 nr. 2.107 
Undersøkelsen i punkt 5.4 viser at behandling av personopplysninger i Infoflyt-systemet 
representerer et inngrep i den registrertes rett til privatliv etter Grl. § 113 og EMK artikkel 8, 
som i utgangspunktet er rettmessig ettersom inngrepet tjener formålet om 
kriminalitetsbekjempelse. Nedenfor i punkt 6 vil jeg drøfte om inngrepet er i tråd med 
lovskravet Grl. § 113 og artikkel 8 nr. 2.  
                                                
107 Se punkt 7.2.2. 
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6 Strgjfl. § 4f – kriminalomsorgens 
adgang til å behandle innsatte i Infoflyt 
6.1 Oversikt 
Her i punkt 6 undersøker jeg adgangen kriminalomsorgen har til å behandle 
personopplysninger i Infoflyt etter strgjfl. § 4f (§ 4f). Jeg presenterer først § 4f i punkt 6.2. I 
punkt 6.3 vurderer jeg det nasjonale lovskravet etter Grl. § 113 og det internasjonale 
lovskravet etter EMK artikkel 8. Avslutningsvis konkluderer jeg i punkt 6.4 om § 4f er i 
overensstemmelse med Grl. § 113 og EMK artikkel 8.  
6.2 Strgjfl. § 4f – hva bestemmelsen omfatter 
6.2.1 Strgjfl. § 4f første ledd 
I følge § 4f første ledd kan kriminalomsorgen behandle personopplysninger i Infoflyt-
systemet for å forebygge, forhindre og bekjempe ulike formål. Jeg presenterer først formålene 
slik de kommer til uttrykk i § 4f bokstav a-d. Deretter undersøker jeg begrepene forebygge, 
forhindre og bekjempe som kan belyse når behovet for å registrere opplysninger i Infoflyt-
systemet er aktuelt.  
Etter § 4f første ledd bokstav a kan kriminalomsorgen registrere innsatte i Infoflyt-systemet 
for å forebygge og forhindre «rømning når det foreligger rømningsfare», eller etter bokstav b 
for å unngå at «anslag utenfra» bistår til rømning. Videre er det etter bokstav c formålsmessig 
å registrere innsatte for å forebygge og forhindre gisseltaking. Bokstav d gir adgang til å 
registrere innsatte for å forebygge, forhindre og bekjempe «organisert kriminalitet, terror, 
voldelig ekstremisme eller annen alvorlig kriminalitet»108 under gjennomføring av varetekt, 
straff og andre strafferettslige reaksjoner. Med ordlyden «annen alvorlig kriminalitet» 
fungerer bestemmelsen nærmest som en sekkebestemmelse for all kriminalitet begått under 
gjennomføring av straff så lenge kriminaliteten er tilstrekkelig alvorlig. Bestemmelsen åpner 
slik for en vid adgang til å registrere innsatte i Infoflyt. I merknad til bestemmelsen har 
departementet i Prop.120 L definert «alvorlig kriminalitet» som kriminelle handlinger som 
skiller seg fra hverdagslig kriminalitet med lavere strafferammer, og at det avgjørende er om 
vedkommende «vil begå eller medvirke til ny forbrytelse».109 
Formålene i § 4f bokstav a til e er tilsynelatende lik formålsbestemmelsen i strgjfl. kapittel 1a 
§ 4c bokstav b, hvor kriminalomsorgen kan behandle personopplysninger for å «opprettholde 
ro og orden og ivareta sikkerheten» innsatte, ansatte og samfunnet for øvrig. 
                                                
108 Min kursivering. 
109 Prop.120 L (2013-2014) side 30.  
24 
 
Formålsbestemmelsen i § 4f skiller seg derimot fra § 4c ved at Infoflyt-systemet registrerer 
langt mer inngripende opplysninger for å unngå særlig alvorlige lovbrudd.110 
Jeg går så over til å behandle begrepene forebygge, forhindre og bekjempe. Lie uttaler at det å 
forebygge vil si å være i forkant og motvirke en negativ hendelse fra å inntreffe.111 Det 
kriminalitetsforebyggende råd (KRÅD) definerer kriminalitetsforebyggelse som et ønske om 
å motvirke en negativ hendelse, dvs. svekke en definert risiko gjennom blant annet 
innsatsarbeid mot personer i høyrisikosonen for radikalisering og voldelig ekstremisme.112 
Registrering i Infoflyt-systemet kan slik aktualiseres når myndighetene arbeider med å svekke 
risikoen for en definert alvorlig kriminalitet.  
Med forhindre siktes det til handlinger som skal avverge en hendelse som er i ferd med å 
inntreffe. Tidsmomentet skiller slik forhindre fra forebygge. Forarbeid til 
straffegjennomføringsloven definerer ikke forhindringsbegrepet nærmere. Reguleringen av 
politiets taushetsplikt i politiregisterloven kan dermed belyse forhindringsbegrepet nærmere. 
Etter pregl. § 27 første ledd er taushetsplikt ikke til hinder for å «avverge» lovbrudd eller for å 
«forebygge» lovbrudd etter bestemmelsens annet ledd. Bestemmelsen operer slik med et 
tilsvarende skille mellom forhindre og forebygge i § 4f første ledd. Avvergingsvilkåret er 
presisert nærmere i politiregisterforskriften § 9-2 som et krav om at de aktuelle opplysningene 
«tilsier at et lovbrudd vil bli begått» og at utførelsen kommer innen «forholdsvis kort tid». 
Ettersom politiregisterloven regulerer politiets samarbeid med kriminalomsorgen i Infoflyt-
systemet, tilsier systembetraktninger mellom lovverkene at betydningen av avverge tolkes 
tilsvarende som forhindre. Opplysninger som registreres på et forhindringsstadium, vil slik bli 
behandlet for lovbrudd som ligger nær i tid. For den registrerte vil dette stadiet ha størst 
betydning i forhold til informasjon og innsyn, se punkt 7.  
I bokstav d har lovgiver sammenstilt bekjempe med forebygge og forhindre. Begrepet er 
plassert i bokstav d som typisk omhandler politimessige oppgaver som organisert kriminalitet 
og terror, og er ikke inntatt i bokstav a, b og e om typiske straffegjennomføringsoppgaver som 
rømning og ivaretakelse av innsattes sikkerhet. I Prop.120 L uttaler departementet at generell 
bekjempelse av kriminalitet er politiets oppgave og at kriminalomsorgens 
kriminalitetsbekjempende oppgaver er å «foreta sikkerhetsvurderinger av høy kvalitet og 
jobbe for å motvirke residiv og kriminalitet under straffegjennomføringen».113 Slik jeg ser det, 
viser begrepet bekjempe at registrering i Infoflyt-systemet kan være aktuelt når registreringen  
tjener politiets samfunnsoppgave om å motvirke bestemte former for alvorlig kriminalitet. For 
eksempel politiets innsatsarbeid mot narkotikakriminalitet.  
I praksis har ikke nyanseringen mellom forebygge, forhindre og bekjempe stor betydning for 
adgangen til å behandle innsatte i Infoflyt-systemet.114 Ved begjæring om innsyn, kan være av 
                                                
110 Prop.120 L (2013-2014) punkt 4.1 side 9.  
111 Lie (2011) side 21.  
112 KRÅD Prinsipper for kriminalitetsforebygging punkt 1.1 Nettside (sist besøkt 21.mai 2016): 
http://www.krad.no/forebygging-av-radikalisering-og-voldelig-ekstremisme/kråds-idesamling/prinsipper-for-
kriminalitetsforebygging  
113 Prop.120 L (2013-2014) punkt 7.3.4 side 18. 
114 Jf. samtale med kriminalomsorgen region vest.  
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betydning om personopplysningene behandles i forhindringsøyemed ettersom lovbrudd ligger 
nær i tid, se punkt 7. Men dersom opplysningene kan unntas for innsyn i forhindringsøyemed, 
kan de mest sannsynlig også unntas om de behandles på forebyggelses- eller 
bekjempelsesstadium.115 
6.2.2 Strgjfl. § 4f annet og tredje ledd 
I § 4f annet ledd fremgår det en forutsetning for behandlingsadgangen i Infoflyt-systemet at 
registreringen er «nødvendig». Annet ledd gir veiledning for hvilke vurderingsmomentet 
behandlingsansvarlig «særlig» skal legge vekt på. Momenter er blant annet det straffbare 
forholdets art og hvor alvorlig det er, straffens lengde, strafferettslig historikk og andre 
straffbare forhold som er under etterforskning. Ordlyden «andre forhold» viser at opplistingen 
av momenter, i likhet med første ledd bokstav b, ikke er uttømmende. Etter Prop.120 L skal 
det foretas en konkret helhetsvurdering hvor det avgjørende er om det er grunn til å tro at 
vedkommende vil begå eller medvirke til handlingene i første ledd. Således vil 
nødvendighetsvilkåret være oppfylt så lenge registreringen ivaretar mist ett av formålene i § 
4f første ledd.116  
Bestemmelsen i § 4 tredje ledd regulerer hvordan kriminalomsorgen kan innhente 
personopplysninger fra den innsatte. Opplysningene kan hentes fra vedkommendes 
besøkende, telefon- eller brevkontakter, familiemedlemmer, venner og bekjente. Ordlyden 
«og andre som har eller søker kontakt med den innsatte» og «eller som den innsatte (...) søker 
kontakt med» viser at persongruppen kriminalomsorgen kan innhente opplysninger fra ikke 
bare er vid, men tilnærmet ubegrenset. Etter Prop.120 L er det avgjørende at kontakten 
mellom den registrerte og tredjemann opprettes i den hensikt å begå ny kriminalitet.117 
Som vi ser av presentasjonen av § 4f, er adgangen for registrering i Infoflyt-systemet at den 
kriminelle handlingen må overstige en terskel fra alminnelig alvorlig til særlig alvorlig 
kriminalitet. For eksempel er det ikke tilstrekkelig for registrering i Infoflyt-systemet at den 
innsatte har begått drap. Kriminalomsorgen må ha grunn til å tro at vedkommende har til 
hensikt å begå fremtidige drap eller andre alvorlige handlinger.  
6.3 Lovskravet i Grl. § 113 og EMK artikkel 8 
Det nasjonale legalitetsprinsippet har tradisjonelt blitt beskrevet som et krav om at inngrep i 
borgernes rettssfære må ha hjemmel i klar og presis lov. Tilstrekkelig lovhjemmel må 
foreligge før forvaltningen handler. Forutberegnelighetshensynet som ligger i 
lovhjemmelskravet legger slik bånd på hva forvaltningen kan foreta seg på ethvert 
tidspunkt.118 Som en del av lovskravet, er klarhetskravet et krav til at lovteksten gir uttrykk 
                                                
115 Jf. samtale med kriminalomsorgen region vest.  
116 Prop.120 L (2013-2014) side 31.  
117 Prop.120 L (2013-2014) side 31.  
118 Skjerdal punkt 2 side 341.  
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for en lovregel som er forutberegnelig for rettssubjektet. Klarhetskravet setter derfor 
minstekrav til utformingens presisjon. Skjerdal uttaler at vurderingen av lovskravet er et 
spørsmål om inngrepsgrad: Jo mer inngripende et vedtak er for enkeltindividet, desto 
strengere krav stilles til hjemmelsgrunnlaget.119 Forutsigbarhetshensynet får dermed større 
tyngde ved mer inngripende myndighetsutøvelser sammenlignet med inngrep av mer 
beskjeden art.120 Ettersom Infoflyt-systemet representerer et inngrep i innsattes 
personopplysningsvern, tilsier klarhetskravet at det gis lite rom for vag ordlyd i strgjfl. § 4f. 
Vilkårene for kriminalomsorgens adgang til å registrere innsatte i Infoflyt-systemet må derfor 
fremgå presist av lovbestemmelsen.  
I tillegg til lovskravet etter legalitetsprinsippet, stiller lovskravet etter EMK krav til hvordan 
strgjfl. § 4f er utformet for at behandlingen i Infoflyt-systemet er konvensjonsmessig, jf. 
artikkel 8 nr. 2 «in accordance with the law». Hvorvidt lovskravet etter Grl. § 113 er strengere 
eller mildere enn lovskravet etter artikkel 8, er lite behandlet i teori og rettspraksis. 
Høyesterett uttaler i Rt. 2014 s. 248 at «Grunnloven § 96 stiller samme krav til klarhet i 
angivelse av det straffbare forholdet som EMK artikkel 7».121 I samme dom henviser 
Høyesterett til avgjørelsen i Rt. 2009 s. 780 om at klarhetskravet i artikkel 7 tilsier at 
lovteksten må være så klar at det ikke er tvil om hvorvidt handlingen omfattes av 
bestemmelsen.122 Før vedtakelsen av Grl. § 113, ble det sedvanerettslige legalitetsprinsippet 
uttrykt gjennom Grl. § 96. Både Grl. § 96 og artikkel 7 omhandler inngrep på strafferettens 
område hvor det etter begge bestemmelser er innfortolket et strengt lovskrav. Dette er 
grunnleggende og allment akseptert.123 Om uttalelsen fra Høyesterett om at Grl. § 96 og 
artikkel 7 gir uttrykk for det samme klarhetskrav kan overføres til forholdet mellom Grl. § 
113 og artikkel 8, er usikkert siden artikkel 8 ikke regulerer straff. Klarhetskravet i 
forvaltningsretten kan derimot være like strengt som ved straff, for eksempel tvangsinngrep 
ved psykiatrisk institusjon eller fratakelse av foreldrenes omsorgsansvar for sine barn.124 
Dette trekker i retning av at lovskravet etter artikkel 8 skal tolkes tilsvarende som Grl. § 113.  
Jeg vil videre undersøke innholdet i lovskravet «in accordance with the law» i artikkel 8 nr. 2. 
EMD behandler lovskravet i Sunday Times mot Storbritannia (Sunday Times) og legger til 
grunn at hjemmelsgrunnlag for inngrep må være «adequately accessible» og formulert med 
«sufficient precision».125 Uttalelsen gjelder tolkning av lovskravet «prescribed by law» etter 
EMK artikkel 10 nr. 2, men har tilsvarende tolkningsverdi for forståelsen av lovskravet etter 
artikkel 8, jf. Silver mfl. mot Storbritannia (Silver) hvor domstolen uttalte at begrunnelsen for 
harmoniseringen mellom konvensjonsartiklene er ønsket om å unngå at lovskravene leder til 
«different conclusions in respect of the same interference».126 Paragraf 4f er en 
                                                
119 Skjerdal punkt 3.3 side 346.  
120 Skjerdal punkt 3.3 side 346.  
121 Rt. 2014 s. 248 avsnitt 18. 
122 Rt. 2009 s. 258 avsnitt 21. 
123 Skjerdal punkt 3.3 side 347. 
124 Skjerdal punkt 3.3 side 347. 
125 Sunday Times (1979) avsnitt 49. 
126 Silver (1983) avsnitt 85. Tilsvarende rettsoppfatning er lagt til grunn i Malone mot Storbritannia (1984). 
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lovbestemmelse og dermed «adequately accessible».Vurderingen blir da hvilket krav til 
klarhet og presisjon som følger av «in accordance with the law» i artikkel 8 nr. 2.   
Presisjonskravet innebærer i utgangspunktet at hjemmelsgrunnlaget kvalitativt sett må holde 
mål, dvs. at hjemmelsgrunnlaget tilfredsstiller hensynet til forutberegnelighet.127 EMD operer 
ikke med et strengt skille mellom formell lov og uskreven rett («common law»), og uttaler i 
Silver at inngrep må ha «some basis in domestic law».128 Silver gir slik ikke inntrykk av at 
lovskravet etter artikkel 8 nr. 2 er særlig strengt sammenlignet med Grl. § 113. EMD drøftet 
hvorvidt instruks og rundskriv fra justisministeren som hjemlet myndighetenes kontroll med 
innsattes brevkorrespondanse var «in accordance with the law». Instruksen og rundskrivet 
som ga myndighetene adgang til å kontrollere de innsattes korrespondanse hadde hjemmel i 
den publiserte loven Prison Act. EMD uttalte at lov som gir grunnlag for utøvelse av skjønn, 
må «indicate the scope of that discretion».129 Domstolen åpner slik for at lovtekster med 
skjønnsomme uttrykk kan tilfredsstille presisjonskravet. Avgjørelsen i Silver trekker slik i 
retning av at lovskravet i artikkel 8 nr. 2 ikke er et krav om absolutt presis lovtekst.  
I likhet med Grl. § 113, skjerpes klarhetskravet ved sterke inngrep. EMD illustrerer dette i 
Malone mot Storbritannia (Malone). Politiets lovgrunnlag som ga hjemmel for 
telefonavlytting var for lite presist til at borgerne kunne forutse et så sterkt inngrep.130 
Inngrepet var slik ikke «in accordance with the law». Domstolen påpeker at formålet 
inngrepet tjener har betydning for klarhetskravet. Hensynet til forutberegnelighet stiller ikke 
like sterkt mot hensynet til kriminalitetsbekjempelse. En lov kan ikke være så forutsigbar at 
inngrepssubjektet har mulighet til å motvirke politiets etterforskning ved å justere sine 
handlinger.131 Likevel skal borgerne kunne forutse hvilke tiltak myndighetene kan iverksette 
slik at myndighetene ikke gis en ubegrenset adgang til å gjøre inngrep etter eget 
forgodtbefinnende. EMD uttalte i den forbindelse at lovgrunnlaget må være «sufficiently clear 
in its term to give citizens an adequate indication as to the circumstances in which and the 
conditions on which public authorities are empowered to resort to this secret and potentially 
dangerous interference with the right to respect for private life».132 EMD oppstiller slik et 
minstekrav om at inngrepshjemler må indikere at myndighetene kan iverksette det aktuelle 
inngrepet. 
Gjennomgangen ovenfor viser at lovskravet etter både Grl. § 113 og artikkel 8 har som 
overordnet formål å sikre forutberegnelighet og motvirke vilkårlig myndighetsutøvelse. På  
denne bakgrunn viser ikke praksis noen særlig gradsforskjell mellom det nasjonale og 
internasjonale lovskravet i forhold til klarhet i hjemmelsgrunnlagene.  
 
                                                
127 Aall punkt 7.6.3.2 side 120.  
128 Silver (1983) avsnitt 83.  
129 Silver (1983) avsnitt 88.  
130 Malone (1984) avsnitt 79. 
131 Malone (1984) avsnitt 67.  
132 Malone (1984) avsnitt 67. 
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6.4 Tilfredsstiller § 4f kravet til klarhet? 
Spørsmålet om § 4f tilstrekkelig tilfredsstiller kravet til klarhet og presisjon, må vurderes etter 
hvordan bestemmelsen fremstår for en innsatt. Lovteksten er tydelig på kriminalomsorgens 
adgang til å behandle personopplysninger i Infoflyt-systemet, og at disse opplysningene kan 
utleveres til politiet. Det fremgår direkte hvilke formål som kan begrunne registreringen i § 4f 
første ledd bokstav a-c. Bokstav d inneholder skjønnsmessige uttrykk som «annen alvorlig 
kriminalitet». Isolert er uttrykket svært skjønnsomt og lite klart, men sett i sammenheng med 
de øvrige vilkårene i bokstav d, fremstår det klarere hvilken terskel lovgiver stiller til 
kriminalitetens art og omfang. Fra et lovteknisk ståsted, kan det virke hensiktsmessig at § 4f 
inneholder skjønnsmessige uttrykk slik at bestemmelsen tar høyde for utvikling i 
kriminalitetsbildet. Skjønnsmessige uttrykket kan derimot presiseres nærmere i forskrift til 
kapittel 1b.  
Paragraf 4f annet ledd gir ikke uttømmende eksempler på hva som kan vektlegges i henhold 
til nødvendighetsvurderingen. Tilsvarende gjelder tredje ledd i forhold til hvor 
kriminalomsorgen kan innhente personopplysninger. Opplistingen av momenter i disse to 
leddene gir den innsatte tilstrekkelig indikasjon og mulighet til å forutsi hvorfor 
kriminalomsorgen kan finne det aktuelt å registrere vedkommende, samt hvordan 
informasjonsinnhentingen kan skje. Bestemmelsen i § 4f er med dette tilstrekkelig klar og 
presis.  
Lovfestingen av kapittel 1b gjør systemet mer synlig og forutberegnelig ettersom lovgrunnlag 
er et mer tilgjengelig rettsgrunnlag enn hjemmel i rundskriv. Sammenlignet med rundskrivene 
til Infoflyt, gjør § 4f det lettere å forutse når og hvorfor vedkommende kan bli registrert. Etter 
dette innfrir § 4f lovskravet i Grl. § 113 og EMK artikkel 8 nr. 2. 
Som nevnt i punkt 2.2 avgrenser avhandlingen mot § 4f første ledd bokstav e. Jeg finner det 
likevel hensiktsmessig å bemerke at «andre personer» med «spesielt beskyttelsesbehov» i 




7 Strgjfl. §§ 4g og 4h – retten til 
informasjon og innsyn 
7.1 Oversikt 
Avhandlingen vil i punkt 7 behandle kriminalomsorgens plikt til å gi den registrerte 
informasjon og innsyn i Infoflyt-systemet. Tema i punkt 7.2 er kriminalomsorgens 
informasjonsplikt etter strgjfl. § 4g (§ 4g). I punkt 7.3 behandles hovedregelen om den 
registrertes innsynsrett etter strgjfl. § 4h (§ 4h). Deretter undersøker jeg i punkt 7.4 unntak fra 
hovedregelen gjennom en analyse av nødvendighetsvurderingen i § 4h sammenholdt med 
nødvendighetskriteriet i EMK artikkel 8 nr. 2.  
Spørsmål om innsyn kan oppstå i forhold til offentligheten/presse og personkretsen tilknyttet 
den registrerte. Et annet spørsmål er om opplysningene kan benyttes som bevis i en straffesak. 
Avhandlingen avgrenser mot disse spørsmålene og behandler bare innsynsspørsmål i forhold 
til den registrerte.   
7.2 Strgjfl. § 4g – kriminalomsorgens 
informasjonsplikt 
7.2.1 Nærmere om informasjonsplikten - hovedregelen 
Forutsetningen for at den registrerte skal kunne be om innsyn, er at vedkommende i hele tatt 
kjenner til eksistensen av Infoflyt-systemet og har kunnskap om kriminalomsorgens 
behandling av vedkommendes personopplysninger. Kriminalomsorgens informasjonsplikt er 
derfor viktig for at den registrerte skal få kunnskap om behandlingen, og dermed gis en reell 
mulighet til å ivareta sine personrettslige interesse.133 Informasjon om Infoflyt-behandlingen 
er slik en forutsetning for et godt personvern.   
Plikten til å informere den registrerte er nedfelt i § 4g hvor behandlingsansvarlig etter 
bestemmelsens første ledd «skal informere» den registrerte om behandlinger i Infoflyt-
systemet og at «opplysningene kan utleveres til politiet og påtalemyndigheten etter § 4i». Det 
nærmere omfanget av informasjonsplikten beskrives i Prop.120 L som en plikt til å informere 
om formålet med behandlingen og retten til å kreve innsyn, retting, sletting og sperring.134 
Den registrerte skal videre informeres om klagemuligheter og retten til å be Datatilsynet om 
                                                
133 Prop.120 L (2013-2014) punkt 9.3.2 side 25. 
134 Prop.120 L (2013-2014) side 31. 
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kontroll, se punkt 9.135 Plikten omfatter derimot ikke informasjon om hvilke opplysninger som 
er registrert. Dette spørsmålet reguleres av innsynsbestemmelsen i § 4h. 
Kriminalomsorgens informasjonsplikt følger også av popplyl. §§ 19, 20 og 23, jf. popplyl. § 
5. Etter popplyl. § 19 første ledd bokstav a til c skal den behandlingsansvarlige informere om 
navn og adresse på den behandlingsansvarlige, behandlingens formål og om opplysningene 
vil bli utlevert, evt. til hvem. Således er § 4g tilsynelatende lik den generelle 
informasjonsplikten offentlige myndigheter har etter popplyl. § 19 første ledd.  
Ordlyden i § 4g gir ikke veiledning for når den registrerte skal varsles i forhold til 
tidsaspektet fra beslutning om behandlingen er truffet til informasjon mottas av den 
registrerte. Departementet uttaler i Prop.120 L at informasjon om behandlingen skal gis «når 
det opprettes sak og [det] behandles personopplysninger om vedkommende i Infoflyt-
systemet».136 Forarbeidet til § 4g kan her tolkes som at informasjon skal meddeles enten 
samtidig som saken opprettes, eller en viss tid etter opprettelsen. I forhold til tidsmomentet 
synes derfor ikke lov og forarbeid å være fullt ut forutberegnelig for når den registrerte kan 
forvente å bli informert. I følge popplyl. § 20 første ledd trer informasjonsplikten i kraft «så 
snart opplysningene er innhentet».137 Forarbeid til popplyl. § 20 legger videre til grunn at 
meddelelse som hovedregel skal skje straks opplysningene er innhentet.138 Utgangspunktet er 
da at den registrerte skal varsles fra tidspunktet sak er opprettet og personopplysningene er 
innhentet.  
Likevel kan den behandlingsansvarlige «vente med å varsle den registrerte til utlevering 
skjer» dersom utlevering er formålet med informasjonsinnsamlingen, jf. popplyl. § 20 første 
ledd andre setning. Forarbeid til bestemmelsen understreker at utsettelsen av varslingen er 
gyldig «bare til utlevering skjer».139 Plikten til å informere kan slik utsettes til tidspunktet 
informasjonsutveksling skjer mellom KDI og KRIPOS/PST. Ettersom § 4g ikke inneholder en 
tilsvarende regulering, burde bestemmelsen de lege ferenda angi en mulighet for 
kriminalomsorgen til å utsette varslingen frem til KDI har overlevert opplysningene til 
KRIPOS, særlig når formålet med Infoflyt-systemet er å samle inn informasjon til politiet.  
Gjennomgangen ovenfor samsvarer med grunnprinsippet i kriminalomsorgen om åpenhet 
overfor innsatte og domfelte. Behandling av personopplysninger i Infoflyt-systemet skal i 
utgangspunktet ikke holdes skjult for å kunne motta mest mulig informasjon. På bakgrunn av 
dette, blir derfor vedkommende i praksis informert om registreringen med en gang saken er 
opprettet.140 Informasjonsplikten kriminalomsorgen har i Norge står i sterk kontrast til Sverige 
og Danmark hvor innsatte i Säkerhetsregisteret og KES ikke får informasjon om de er 
registrert eller innsyn i opplysninger om seg selv. Den registrerte får heller ikke vite om 
                                                
135 Prop.120 L (2013-2014) side 32-33.  
136 Prop.120 L (2013-2014) punkt 9.3.2 side 26. 
137 Min kursivering. 
138 Ot.prp.nr.92 (1998-1999) side 120. 
139 Ot.prp.nr.92 (1998-1999) side 120. 
140 Jf. samtale med kriminalomsorgen region vest.  
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han/hun er registrert dersom vedkommende skulle stille spørsmål om dette.141 Personvernet til 
de registrerte står derfor sterkere i Norge sammenlignet med Sverige og Danmark.  
7.2.2 Unnlatelse av informasjonsplikten 
Etter § 4g annet ledd bokstav a til d kan kriminalomsorgen unnlate å informere den registrerte 
dersom unnlatelsen er nødvendig for å ivareta formålene nedfelt i § 4f første ledd bokstav a til 
e, av hensyn til nasjonal- og offentlig sikkerhet eller om opplysningene er mottatt fra PST. En 
tilsvarende adgang for informasjonsunnlatelse fremgår av popplyl. § 23 første ledd bokstav b, 
som fastslår at informasjonsplikten ikke omfatter opplysninger som «det er påkrevd å 
hemmeligholde av hensyn til forebygging, etterforsking, avsløring og rettslig forfølgning av 
straffbare handlinger».  
Etter Prop.120 L begrunnes retten til informasjonsunnlatelse med at hensynet til 
samfunnssikkerhet eller til andre personers sikkerhet, bør går foran hensynet til den 
registrertes behov for informasjon.142 Myndighetenes plikt til å respektere den innsattes 
informasjonsrett faller derfor bort dersom varsling av vedkommende utgjør en trussel mot 
sikkerheten og tryggheten til samfunnet og enkeltpersoner. Den registrerte har slik ikke rett til 
å bli informert dersom kunnskap om registreringen truer grunnleggende samfunnsverdier. I 
praksis gjør politiet KDI oppmerksom på om opplysninger har et slikt innhold at 
kriminalomsorgen må stenge for at den registrerte informeres om behandlingen i Infoflyt-
systemet.143 Om politiet ikke legger føringer på informasjonsplikten, må likevel 
kriminalomsorgen for hvert enkelt tilfelle vurdere om unntaksbestemmelsen kommer til 
anvendelse.144 
7.3 Strgjfl. § 4h første ledd – hovedregelen om 
innsyn 
I § 4h første ledd skal innsyn etter begjæring som hovedregel «gis i de opplysningene som er 
registrert om vedkommende i Infoflyt-systemet og de opplysningene som er utlevert til 
politiet». Behovet for innsyn i hvilke personopplysninger kriminalomsorgen har registrert, har 
grunnlag i opplysningenes sensitivitet og de negative konsekvenser behandlingen har for 
vedkommende, se punkt 5.2. Retten til innsyn er slik en forutsetning for å kunne utøve andre 
personvernrettigheter, for eksempel kreve retting av uriktige opplysninger eller sletting av 
opplysninger som ikke tjener formålene etter § 4f første ledd. Innsyn muliggjør slik innsattes 
kontradiksjon og kan sikre at vurderingene i Infoflyt er riktige. I tillegg øker innsyn tilliten til 
Infoflyt som system.  
                                                
141 Infoflyt-rapporten punkt 5.1.6 side 55 og punkt 5.2.6 side 58. 
142 Prop.120 L (2013-2014) side 26. 
143 Jf. samtale med kriminalomsorgen region vest.  
144 Infoflyt-rapporten punkt 6.2 side 59. 
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Begjæring om innsyn er først og fremst aktuelt når den registrerte har mottatt et negativt 
vedtak fra kriminalomsorgen, for eksempel avslag på søknad om soningsoverføring til 
avdeling med lavere sikkerhet, permisjon, frigang eller andre rehabiliterende tiltak. For å 
kunne klage på vedtaket, er det nødvendig for den registrerte å kjenne til begrunnelsen for 
avslaget. Dersom avslaget bare henviser til opplysninger fra Infoflyt-systemet, uten å gjengi 
opplysningene, kan vedkommende kun imøtegå opplysningene gjennom innsyn i de aktuelle 
saksdokumentene.145  
Før lovfestingen av § 4h, førte kriminalomsorgen en streng praksis for behandling av 
innsynsbegjæringer i Infoflyt-systemet. Dette følger av instruks KSF-2/2005 som fastslår at 
det er «naturlig å ha som utgangspunkt at det ikke må gis innsyn i disse spesielle 
opplysningene» på grunn av opplysningenes sensitive karakter.146 Infoflyt-utvalgets funn i 
undersøkelsen av Infoflyt-systemet understreker den strenge innsynspraksisen. Utvalget 
uttaler at før 2009 ble instruks KSF-2/2005 tolket som at «det overhode ikke er innsyn i 
opplysninger om dem selv i INFOFLYT-mappen».147 En slik streng praksis ble ikke ansett å 
være i tråd med hovedregelen om innsynsrett i popplyl. § 18 første ledd, ei heller med 
unntakene i lovens § 23. Sivilombudsmannen påpekte i sak 2006/1502 viktigheten av at 
innsatte «får et så fullstendig inntrykk som mulig av de øvrige elementene i begrunnelsen». 
Videre la Sivilombudsmannen til grunn at registrering i Infoflyt-systemet isolert sett ikke er 
tilstrekkelig som grunnlag for å avslå søknader av sikkerhetsmessige hensyn. 
Kriminalomsorgen tok uttalelsen fra Sivilombudsmannen til etterretning, og myknet opp 
innsynspraksisen i tiden etter 2009 til å gi innsyn i vurderinger som ikke var 
beskyttelsesverdige.148 Utviklingen har slik ledet til lovfesting av innsynsretten i § 4h som 
klart fastslår hovedregelen om at innsyn «skal» gis.   
I praksis avgjøres innsynsspørsmålet på sentralt nivå i KDI, hvor innsynsbegjæringer i stor 
grad gis medhold.149 Dette vil blant annet omhandle innsyn i mistanker politiet har fremmet 
om vedkommende og begrunnelsen for registreringen. Den registrerte mottar konkret en 
utskrift fra journalen som kriminalomsorgen ordrett videreformidler hva som er blitt skrevet. 
Slik kan det bli lett for den registrerte å få kjennskap til hvordan kriminalomsorgen arbeider 
med behandling av personopplysninger i Infoflyt-systemet. Av det totale antall registrerte i 
Infoflyt, er det ikke mange som ber om innsyn. Innsynsbegjæringer sendes skriftlig pr. post til 
KDI gjennom regionsnivå, og kan derfor ta 3-4 uker før endelig avgjørelse foreligger. Før den 
tid er over, er det ikke uvanlig at den registrerte har mistet interessen av innsynsbegjæringen. 
                                                
145 Eksempel: avisen «I Tromsø» skrev 25. oktober 2013 en artikkel om en tidligere Infoflyt-innsatt. 
Vedkommendes Infoflyt-mappe inneholdt opplysninger som førte til avslag på innsattes søknader om å studere, 
treningsmuligheter og permisjoner. Avslagene ble ikke begrunnet, og kriminalomsorgen avslo 
innsynsbegjæringene slik at muligheten til kontradiksjon var avskåret. Nettside: 
http://www.itromso.no/nyheter/article8511879.ece (sist besøkt 29 februar 2016). 
146 KSF-2/2005 punkt 8. 
147 Infoflyt-rapporten punkt 4.6 side 47. 
148 Infoflyt-rapporten punkt 4.6 side 47. 
149 Jf. samtale med kriminalomsorgen region vest.  
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Opplysninger den innsatte ikke får kjennskap til, er informasjon fra politiet av sensitiv 
karakter, samt tredjehåndsinformasjon som kan skade tredjemenn.150 Politiet ønsker av og til å 
dele interne dokument med kriminalomsorgen som inneholder trusselvurderinger. 
Kriminalomsorgen kan ikke avgjøre hvorvidt innsyn skal gis i disse dokumentene, og 
innsynsbegjæringer i politiets dokumenter må derfor avgjøres av politiet selv etter pregl. § 49 
annet ledd.  
Selv om kriminalomsorgen i større grad enn tidligere åpner for innsyn i Infoflyt-dokumenter, 
vil det forekomme situasjoner hvor innsyn må unntas for at registreringen skal kunne ivareta 
sitt formål. Nedenfor vil unntakene for innsyn redegjøres nærmere.  
7.4 Strgjfl. § 4h annet ledd - unntak fra 
innsynsretten 
7.4.1 Innledning 
Kriminalomsorgen kan etter § 4h annet ledd bokstav a til c gjøre unntak fra hovedregelen om 
den registrertes innsynsrett. Innsyn kan etter bestemmelsen nektes «helt eller delvis dersom 
a) det er nødvendig for å ivareta formålene i § 4f første ledd bokstav a til e 
b) det er nødvendig av hensyn til nasjonal eller offentlig sikkerhet 
c) opplysningene er mottatt fra Politiets sikkerhetstjeneste» 
Drøftingen nedenfor behandler unntak etter bokstav a, og avgrenser mot unntak etter bokstav 
b og c. Etter bokstav a vil retten til å nekte innsyn bero på en nærmere vurdering av når 
formålene i § 4f første ledd bokstav a-e gjør unntaket nødvendig. I punkt 7.4.2 vurderer jeg 
nødvendighetskriteriet i § 4h for kriminalomsorgens adgang til å nekte innsyn etter nasjonal 
rett. Deretter undersøker jeg i punkt 7.4.3 nødvendighetskriteriet etter EMK artikkel 8 nr. 2. I 
7.4.4 oppsummerer jeg kriminalomsorgens adgang til å nekte innsyn.  
7.4.2 Strgjfl. § 4h annet ledd – nødvendighetskriteriet 
Her i punkt 7.4.2 undersøker jeg § 4h annet ledd bokstav a for når det er «nødvendig» å unnta 
den registrerte innsyn i Infoflyt-systemet for å ivareta registreringsformålene etter § 4f.  
En naturlig språklig forståelse av nødvendig indikerer et skille mellom informasjon som bør 
hemmeligholdes og informasjon den registrerte kan få kjennskap til. Lovgiver legger slik opp 
til at det ikke er nødvendig å unnta enhver opplysning i Infoflyt-systemet. Lovbestemmelsen 
gjenspeiler dermed innsynspraksisen i Infoflyt-saker. Innsatte som er registrert i både Kompis 
                                                
150 Jf. samtale med kriminalomsorgen region vest.  
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og Infoflyt får innsyn i store mengder av de registrerte opplysningene.151 Praksis viser dermed 
at kriminalomsorgen registrerer en god del opplysninger som ikke er nødvendig å unnta fra 
innsyn. 
Spørsmålet blir da når innsynsnekt er nødvendig. I merknad til § 4h annet ledd har 
departementet gitt veiledning til nødvendighetsvurderingen. Departementet uttaler at det 
særlig må vektlegges om innsyn kan medføre fare for at tiltak som tjener formålene etter § 4f 
blir avslørt og ineffektive.152 Utover denne forarbeidsuttalelsen, gir verken Prop.120 L eller 
noen av Infoflyt-rundskrivene veiledning for nødvendighetskriteriet. Det nærmere innholdet i 
kriteriet kan dermed belyses av politiregisterloven for hvordan politiet vurderer unntak for 
innsynsretten i politiets registre.  
Etter pregl. § 49 fjerde ledd kan innsyn nektes dersom det er «nødvendig av hensyn til» 
formålene i bestemmelsen, blant annet kriminalitetsbekjempelse, nasjonal sikkerhet eller 
gjennomføring av strafferettslige reaksjoner. Unntak fra innsyn må være begrunnet i 
formålene ved bestemmelsen. Justis- og beredskapsdepartementet uttaler i Ot.prp.nr. 108 at 
det ikke er tilstrekkelig for å unnta innsyn at unntak er begrunnet i andre ønsker enn 
formålene etter pregl. § 49.153 Departementet uttaler videre at hvorvidt det er nødvendig å 
unnta innsynsretten, beror på en konkret vurdering i hvert enkelte tilfelle.154  
På generelt grunnlag vil hensynet til effektiv kriminalitetsbekjempelse i mange tilfeller tale 
mot innsyn.155 For eksempel vil innsyn i politiets arbeid med bekjempelse av organisert 
kriminalitet være ødeleggende for arbeidet med å avdekke og forebygge narkotikahandel.156 
Departementet uttaler videre at innsynsadgangen må praktiseres restriktivt. En snever 
innsynsadgang kan gi kriminelle miljø mulighet til å sette sammen opplysninger fra ulike 
innsynsbegjæringer.157 Innsyn kan også være nødvendig å unnta for å beskytte politiets kilder. 
Innsyn kan medføre ubehag eller represalier for kildene, som igjen kan lede til at færre gir 
informasjon til politiet.  
Nasjonal lovgivning tilføyer ikke noe mer til forståelsen av nødvendighetskriteriet. Ettersom 
registreringer i Infoflyt-systemet betraktes som inngrep i personopplysningsvernet, vil EMDs 
praktisering av nødvendighetsvilkåret i EMK artikkel 8 nr. 2 ha betydning for forståelsen av § 
4h annet ledd.  
7.4.3 EMK artikkel 8 nr. 2 – «necessary in a democratic society» 
I punkt 6 kom jeg til at behandling av personopplysninger i Infoflyt-systemet er i samsvar 
med lovskravet etter Grl. § 113 og EMK artikkel 8 nr. 2. Her i punkt 7.4.3 legges det til grunn 
                                                
151 Jf. samtale med kriminalomsorgen region vest.  
152 Prop.120 L (2013-2014) side 32. 
153 Ot.prp.nr.108 (2008-2009) punkt 21.8 under «Til § 49.Innsyn» side 317.  
154 Ot.prp.nr.108 (2008-2009) punkt 21.8 under «Til § 49.Innsyn» side 317. 
155 Ot.prp.nr.108 (2008-2009) punkt 13.2.3 side 205. 
156 Ot.prp.nr.108 (2008-2009) punkt 13.2.3 side 206, med henvisning til NOU:2003:21 punkt 16.3.6.2 side 266. 
157 Ot.prp.nr.108 (2008-2009) punkt 13.2.3 side 206, med henvisning til NOU:2003:21 punkt 16.3.6.2 side 266. 
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at unntak for innsyn kvalifiseres til «interference» i artikkel 8 nr. 2, og at § 4h er 
formålsmessig og innfrir artikkelens lovskrav. Nedenfor drøfter jeg om unntak fra innsattes 
innsynsrett i Infoflyt-systemet er i samsvar med «necessary in a democratic society» i artikkel 
8 nr. 2.  
EMD har i praksis oppstilt vurderingstemaer for når inngrep ifølge artikkel 8 nr. 2 er 
nødvendig. Domstolen uttalte i Silver at et inngrep må svare på «a pressing social need» og 
være «proportionate to the legitimate aim pursued».158 I Peck mot Storbritannia (Peck) uttalte 
domstolen at hvorvidt et inngrep er nødvendig, beror på en helhetsvurdering av om tiltaket er 
«relevant and sufficient» i forhold til formålet som skal oppnås.159 Avgjørelser om å nekte 
innsyn vil naturligvis være et effektivt tiltak for å hindre den registrerte kunnskap i Infoflyt-
dokumenter. Vurderingstemaene har EMD lagt til grunn i senere konvensjonspraksis, og 
anses derfor som en fast veiledning for nødvendighetsstandarden i artikkel 8 nr. 2.160  
Formuleringen «pressing social need» viser til at målet med myndighetenes tiltak må 
representere en viss grad av alvorlighet og viktighet. I Silver tolket EMD «necessary» isolert 
og uttalte at adjektivet nødvendig ikke skal tolkes synonymt med uunnværlig eller strekkes til 
nyttig, ønskelig eller lignende.161 EMD avgrenser slik mot en adgang til å gjøre inngrep etter 
myndighetenes bekvemmelighetshensyn. Myndighetene må kunne vise til det enhver tid 
rådende samfunnsforhold som taler for at inngrepet er nødvendig. Videre legges det til grunn 
at dersom inngrepets mål kan oppnås med mildere midler, vil ikke inngrepet være «necessary 
in a democratic society».162 
I tillegg til at inngrep må ivareta viktige samfunnsinteresser, må tiltaket også være 
proporsjonalt i forhold til formålet tiltaket skal oppfylle. Inngrepet kan således ikke være mer 
vidtrekkende enn den samfunnsinteressen tiltaket kan rettferdiggjøre. Proporsjonalitetskravet 
innebærer slik at inngrepets samfunnsmessige fordeler må stå i rimelig balanse i forhold til de 
negative ulemper tiltaket medfører for den berørte. Balanseringen av disse motstridende 
hensyn beror slik på rettighetens karakter i forhold til formålet som søkes oppnådd. Inngrep i 
retten til privatliv anser EMD som store inngrep.163 Fause uttaler i sin artikkel at ikke ethvert 
kriminalitetsbekjempende tiltak kan rettferdiggjøres etter konvensjonen.164 Formålet til 
Infoflyt-systemet er i hovedsak å bekjempe kriminalitet. Kriminalitetsbekjempelse er et 
legitimt formål som kan begrunne inngrep etter artikkel 8 nr. 2, jf. ordlyden «prevention of 
(…) crime».  
EMD vurderte proporsjonalitetsvilkåret i Yefimenko mot Russland (Yefimenko) hvor en 
varetektsfanges brevutveksling med sin advokat var underlagt kontroll av fengselspersonalet. 
Domstolen la til grunn vurderingsvilkårene fra Silver, og aksepterte at en viss kontroll over 
innsattes korrespondanse kunne være nødvendig og ikke i seg selv i uoverensstemmelse med 
                                                
158 Silver (1983) avsnitt 97.  
159 Peck (2003) avsnitt 76.  
160 Jf. Mouvement Raëlien Suisse mot Sveits (2012) avsnitt 48 og Yefimenko mot Russland (2013) avsnitt 142. 
161 Silver (1983) avsnitt 97.  
162 Jf. Robathin mot Østerrike (2012) avsnitt 52.  
163 Aall punkt 7.5 side 109.  
164 Fause punkt 4 side 55. 
36 
 
konvensjonen. Rettsgrunnlaget for brevkontrollen åpnet for at myndighetene kunne overvåke 
innsatte uten begrensninger med hensyn til tid, omfang og art. Selv om brevkontrollen skulle 
forebygge kriminalitet, forelå det ikke en sikkerhetsrisiko som kunne begrunne inngrepet. 
Hensynet til kriminalitetsbekjempelse fikk dermed ikke tilstrekkelig tyngde, og domstolen 
konkluderte med at tiltaket var disproporsjonalt ettersom lovgivningen åpnet for vilkårlig 
inngrep.165 Avgjørelsen tilsier at myndighetene må foreta en generell vurdering av inngrepets 
nødvendighet etter de rådende samfunnsforhold, i tillegg til en vurdering av inngrepets 
nødvendighet i sin konkrete kontekst.166 
7.4.4 Oppsummering om adgangen til å nekte innsyn 
Gjennomgangen ovenfor viser at kriminalomsorgen kan gjøre unntak fra hovedregelen om 
den registrertes innsynsrett i Infoflyt-systemet, dersom slik nektelse tjener formålet om 
kriminalitetsbekjempelse. Videre må kriminalomsorgen foreta en konkret 
nødvendighetsvurdering i hver enkelt sak før nektelse av innsyn er rettmessig etter § 4h annet 
ledd.  
Ser vi hen til Sverige og Danmark som praktiserer en streng linje om innsynsnekt i 
Säkerhetsregisteret og KES, synes denne praksisen for streng i forhold til at 
personopplysningsvernet er et sterkt hensyn. I likhet med Infoflyt-systemet, vil disse 
registrene sannsynligvis innhente opplysninger som ikke motvirker målet om bekjempelse av 
kriminalitet. Personopplysningsvernet tilsier i slike tilfeller at myndighetene bør vurdere 
delvis innsyn dersom det praktisk lar seg gjøre å sensurere opplysninger som kan skade 
registreringsformålet. Ettersom myndighetene ikke vurderer om innsyn kan gis, ivaretar ikke 
Sverige og Danmark i tilstrekkelig grad den registrertes personopplysningsvern i 
Säkerhetsregisteret og KES.  
Norge ivaretar i større grad enn Sverige og Danmark innsattes personopplysningsvern ved at 
kriminalomsorgen tar innsynsbegjæringer til etterretning. Kriminalomsorgen gir i praksis helt 
eller delvis innsyn. Norge ivaretar også sine konvensjonsforpliktelser etter artikkel 8 i større 
grad enn våre naboland ved at § 4h fastsetter hovedregelen om innsynsrett.   
                                                
165 Yefimenko (2013) avsnitt 150.  
166 Fause punkt 4 side 55.  
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8 Strgjfl. § 4i – utveksling av 
opplysninger til politiet 
Strgjfl. § 4i (§ 4i) fastsetter at kriminalomsorgen kan utlevere opplysninger fra Infoflyt-
systemet til politiet «uten hinder av taushetsplikt». Formålet med samarbeidet om Infoflyt-
systemet er nettopp at kriminalomsorgen og politiet utveksler opplysninger for å styrke et 
felles mål om mindre kriminalitet og et tryggere samfunn.167 Gjensidig utlevering av 
opplysninger er derfor Infoflyts raison d’être, og fastslås særskilt i § 4i.  
Paragraf 4i gir eksplisitt uttrykk for at kriminalomsorgens taushetsplikt ikke skal hindre 
utlevering av opplysninger til politiet, og begrenser utleveringsadgangen til når det er 
«nødvendig for å ivareta formålene i § 4f» eller for at «politiet skal kunne foreta 
risikovurdering» av den registrerte innsatte. Etter Prop.120 L kan utarbeidelse av 
risikovurderinger være aktuelt ved behandling av søknader om permisjon eller overføring til 
lavere sikkerhetsnivå.168 Lovfestingen av utleveringsadgangen innebærer ikke en endring av 
kriminalomsorgens daglige arbeidsmåte for utlevering av Infoflyt-opplysninger,169 og 
tilfredsstiller derfor først og fremst kravet til lovhjemmel for inngrep i den registrertes 
rettigheter etter Grl. § 102 og EMK artikkel 8.  
Som nevnt i punkt 3.1, ble kriminalomsorgens utleveringsadgang frem til vedtakelsen av 
kapittel 1b hjemlet i rundskriv G-3/2005 og saksbehandlingsinstruksen KSF-2/2005. 
Retningslinjene praktiseres fremdeles den dag i dag, selv etter vedtakelsen av kapittel 1b.170 
Begge rundskrivene viser til unntak for forvaltingsorganers taushetsplikt etter 
forvaltningsloven (fvl.) § 13 b første ledd nr. 5 og 6 til å utlevere opplysninger til andre 
forvaltningsorganer. Kriminalomsorgen kunne utlevere opplysninger dersom det forelå 
lovbrudd, eller mistanke om lovbrudd, under straffegjennomføringen, jf. fvl. § 13 b første ledd 
nr. 6. Opplysningene kunne da innhentes gjennom observasjoner eller brev-, telefon- og 
besøkskontroll.171 Bestemmelsen i § 4i har ikke videreført kravet om mistanke, men fører en 
lavere terskel for utlevering ved at opplysninger kan utgis når politiet har behov for 
«oppdaterte opplysninger om innsatte, vedkommendes aktiviteter og kontakter i og fra 
fengsel».172 
Sivilombudsmannens kritikk mot kriminalomsorgen i sak 2013/2792 belyser nærmere 
adgangen til utlevering av Infoflyt-opplysninger til politiet.173 Kritikken omhandlet et 
Infoflyt-dokument som kriminalomsorgen hadde videreformidlet til KRIPOS som ledd i en 
sikkerhetsvurdering av den innsatte. Sivilombudsmannen kritiserer ikke formålet med 
utleveringen, men KDIs manglende vurdering av innsattes adgang til å forberede sitt forsvar 
                                                
167 G-3/2005 punkt 1 side 1. 
168 Prop.120 L (2013-2014) side 32. 
169 Se punkt 4.4.   
170 Jf. samtale med kriminalomsorgens region vest. 
171 G-3/2005 punkt 4 og KSF-2/2005 punkt 7. 
172 Prop.120 L (2013-2014) side 22. 
173 Sivilombudsammen 2013/2792. 
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etter EMK artikkel 6 nr. 3 bokstav b. Den innsatte hadde status som siktet i en straffesak som 
var anket til lagmannsretten, og dokumentet inneholdt en strategiplan for forberedelsen av 
vedkommendes forsvar i saken. Utleveringen av dokumentet medførte at påtalemyndigheten 
fikk tilgang til strategiplanen under forberedelsen av ankeforhandlingen. Sivilombudsmannen 
viste til en artikkel av Skoghøy i Tidsskrift for Strafferett 2013, hvor Skoghøy fremhever at 
enhver som siktes for straffbare handling har rett til å forberede sitt forsvar etter EMK artikkel 
6 nr. 3 bokstav b, uten at påtalemyndigheten skal ha rett til å «kikke ham i kortene».174 KDI 
uttaler i brev til Sivilombudsammen at taushetsplikten ikke hindrer utlevering av opplysninger 
som etter fvl. § 13 b første ledd nr. 6 er egnet til å oppklare straffbare handlinger begått under 
straffegjennomføring til politiet, men at det må foretas en konkret vurdering i den enkelte 
sak.175  
Kriminalomsorgen skal respektere og sikre menneskerettighetene, jf. Grl. § 92. Praktiseringen 
av utleveringsadgangen av Infoflyt-opplysninger må derfor ivareta innsattes 
menneskerettigheter, som blant annet muligheten til å forberede sitt forsvar, samtidig som 
formålet med Infoflyt-systemet etterleves. Kriminalitetsbekjempelse er et overveiende hensyn 
i straffeprosessen som langt på vei trumfer innsattes rettigheter, se punkt 5 ovenfor. Etter 
sivilombudsmannens uttalelse ovenfor, har KDI respektert og sikret Infoflyt-innsattes 
rettigheter dersom KDI ved utleveringsbeslutningen har overveid om utlevering av 
informasjon er nødvendig sett hen til utleveringens formål.  
Lovteksten i 4i kan etter sin ordlyd forstås som en ubegrenset utleveringsadgang så lenge 
utleveringen er i samsvar med formålene i § 4f. På bakgrunn av Sivilombudsmannens 
uttalelse ovenfor, ville § 4i i større grad ivaretatt hensynet til personopplysningsvern dersom 
ordlyden eksplisitt uttrykker vurderingen KDI foretar før informasjonsutlevering til politiet.  
Bestemmelsen i § 4i er taus om hvorvidt det stilles kvalitative krav til opplysninger som 
utleveres. Det kan dermed synes som at kriminalomsorgen kan utlevere ubehandlet 
råmateriale til politiet. I praksis gjennomgår alle Infoflyt-opplysninger en kvalitetskontroll før 
de mottas av politiet, se punkt 3.3. Infoflyt-utvalget påpeker at KRIPOS, og flere tilsatte i 
kriminalomsorgen som arbeider med Infoflyt, hevdet kriminalomsorgen manglet verktøy til å 
tilstrekkelig vurdere kvaliteten Infoflyt-opplysninger.176 Sannhetsgehalten og kvaliteten ved 
den informasjonen som innhentes fra innsatte kan være varierende.177  
Slik jeg ser det, bør retningslinjer for kvalitetssikringen fremgå av § 4i eller forskrift til 
bestemmelsen, jf. strgjfl. § 4k bokstav c og l. Hensynet til den registrertes rettssikkerhet taler 
videre for at kapittel 1b har klare retningslinjer for hvilke opplysninger som registreres og 
utleveres. Slike regler kan være veiledende for saksbehandlere som håndterer Infoflyt-
systemet, samtidig som reglene skaper likhet i kriminalomsorgen på nasjonalt plan. Reglene 
vil videre i større grad sikre god notoritet av hver enkelt sak.  
                                                
174 Sivilombudsmannen 2013/2792, jf. Skoghøy side 181. 
175 Sivilombudsmannen 2013/2792 punkt 4.  
176 Infoflyt-rapporten punkt 7.4.1 side 70 og punkt 8.2.2 side 83.  
177 Infoflyt-rapporten punkt 8.2.2 side 83. 
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9 Strgjfl. § 4j – kontroll av Infoflyt-
systemet 
9.1 Oversikt  
Hittil har avhandlingen omhandlet kriminalomsorgens adgang til å registrere innsatte i 
Infoflyt, adgangen til å unnta innsatte innsyn i sin Infoflyt-mappe, og kriminalomsorgens 
adgang til å utlevere personopplysninger med politiet. Tema her i punkt 9 er strgjfl. § 4j (§ 4j) 
om den registrertes mulighet til å kontrollere lovmessigheten ved kriminalomsorgens 
behandling av Infoflyt-systemet.  
9.2 Tilsynskompetanse 
9.2.1 Det generelle innholdet i tilsynskompetansen 
Datatilsynet er et uavhengig tilsynsorgan for behandling av personopplysninger etter popplyl. 
§ 42 og pregl. § 58.178 Personopplysningsloven får virkning for Datatilsynets kontrollfunksjon 
i den utstrekning § 4j er taus, jf. popplyl. § 5.   
Kontrollfunksjonen til Datatilsynet er todelt gjennom (1) tilsynskompetanse og (2) 
påleggskompetanse.179 Tilsynskompetansen gir Datatilsynet kompetanse til å føre tilsyn med 
kriminalomsorgens behandling av personopplysninger i Infoflyt-systemet. 
Påleggskompetansen er nedfelt i popplyl. § 46 fjerde ledd, og gir Datatilsynet kompetanse til 
å pålegge behandlingsansvarlig vilkår eller opphør av behandlinger som strider mot loven. 
Fremstillingen nedenfor behandler disse kompetansefunksjonene nærmere. 
Datatilsynets tilsynskompetanse uttrykkes i § 4j første ledd hvor Datatilsynet «etter begjæring 
fra den registrerte eller den som antar å være registrert» skal kontrollere at opplysningene som 
kriminalomsorgen har registrert i vedkommendes Infoflyt-mappe er behandlet i samsvar med 
de øvrige reglene i kapittel 1b.180 For eksempel kan det være aktuelt for den registrerte å 
kontrollere om kriminalomsorgen har fulgt reglene om informasjonsplikt og innsyn etter §§ 
4g og 4h. Ordlyden begjære kan språklig forstås som en anmodningsrett, slik at den 
registrerte kan anmode Datatilsynet om å kontrollere behandlingen av sine 
personopplysninger i Infoflyt. Hva Datatilsynet har mulighet eller plikt til etter mottakelse av 
                                                
178 Personverndirektivet stiller krav om «full uavhengighet» tilsynsmyndighet som skal føre kontroll med 
behandling av personopplysninger, og ser på uavhengighetskravet som avgjørende for personopplysningsvernet, 
jf. fortalens punkt 62.  
179 Infoflyt-rapporten punkt 6.3.5 side 64. 
180 Min kursivering. 
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slik begjæring, regulerer § 4j ikke. Den nærmere rekkevidden for Datatilsynets 
kontrollfunksjon søkes da i personopplysningsloven.  
Datatilsynet «skal» etter popplyl. § 42 tredje ledd «kontrollere at lover (…) som gjelder for 
behandling av personopplysninger blir fulgt, og at feil eller mangler blir rettet», jf. 
bestemmelsens nr. 3. Videre «skal» tilsynet etter § 42 tredje ledd nr. 7 «gi uttalelse i spørsmål 
om behandling av personopplysninger» etter henvendelser eller etter eget tiltak. Lovteksten i 
§ 42 tredje ledd tilsier slik at Datatilsynet har en kontroll- og uttalelsesplikt når tilsynet blir 
gjort kjent med forhold som kan stride mot lovmessig behandling av personopplysninger. I 
utgangspunktet har Datatilsynet derfor plikt til å respondere på den Infoflyt-registrertes 
begjæring.  
9.2.2 Avgrensning av tilsynskompetansen etter § 4j 
Selv om Datatilsynet har plikt til å gi den registrerte et svar, innebærer ikke dette en rett til å 
få et negativt vedtak påklaget av Datatilsynet. Infoflyt-utvalget legger til grunn at 
personopplysningsloven ikke inneholder regler om adgangen til å påklage avgjørelser om 
blant annet innsyn.181 Datatilsynets tilsynsfunksjon innebærer slik ikke at Datatilsynet skal 
operere som klageinstans for vedtak kriminalomsorgen treffer i forbindelse med Infoflyt-
systemet. Vedtak skal påklages til kriminalomsorgens regionskontor.182 
Datatilsynets uttalelse innebærer etter § 4j første ledd en kontroll om Infoflyt-behandlingen er 
i samsvar med «loven» og at «reglene» om informasjonsplikt og innsyn er fulgt. 
Bestemmelsen sikter her til kriminalomsorgens lovanvendelse av reglene i kapittel 1b, og 
avgrenser således mot forvaltningens skjønn. Dette er hensiktsmessig ettersom 
kriminalomsorgen er bedre grunnlag for å utarbeide sikkerhetsvurderinger enn en jurist i 
Datatilsynet. Kontrollen fra Datatilsynet innebærer derfor ikke en kontroll over 
kriminalomsorgens vurderinger av hvorvidt av vedkommende må registreres i Infoflyt-
systemet. Datatilsynets kontrollerer heller ikke kriminalomsorgens nødvendighetsvurdering i 
forhold til en innsynsbegjæring. 
Tilsynskompetansen avgrenses også mot kontroll av opplysninger som kriminalomsorgen har 
mottatt fra PST, jf. § 4j første ledd andre setning. I forhold til kontroll av PST-opplysninger, 
er det Stortingets kontrollutvalg for etterretnings-, overvåknings- og sikkerhetstjeneste (EOS-
utvalget) som behandler begjæringer fra den registrerte etter EOS-kontrolloven183 § 3 annet 
ledd om kontroll over PSTs behandling av personopplysninger. EOS-utvalget kan slik 
kontrollere opplysningene PST utveksler og mottar med kriminalomsorgen. Opplysninger i 
Infoflyt-systemet kan være sikkerhetsgradert, og informasjonsutveksling med PST vil da 
reguleres etter sikkerhetsloven. 
                                                
181 Infoflyt-rapporten punkt 6.3.5 side 63.  
182 Jf. retningslinjer til saksbehandlingsreglene i strgjfl. § 7 punkt 5.1 side 21. 
183 Lov 3.februar 1995 nr. 7 om etterretnings- overvåkings- og sikkerhetstjeneste (EOS-kontrolloven).  
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Den registrertes adgang til å anmode EOS-utvalget om kontroll fremkommer ikke av § 4j. 
Ordlyden om at Datatilsynets kompetanse «ikke gjelder» opplysninger som kriminalomsorgen 
har mottatt fra PST, kan forstås som at den registrerte ikke har anledning til å få kontrollert 
sine opplysninger som utveksles mellom PST og kriminalomsorgen i Infoflyt-systemet. 
Prop.120 L omtaler nærmere anmodningsadgangen til EOS-utvalget. Ettersom den registrere 
kan få sin begjæring om innsyn helt eller delvis nektet på bakgrunn av opplysninger fra PST, 
tilsier Grl. § 102 og EMK artikkel 8 at adgangen til å anmode EOS-utvalget bør fremgå av 
lov. Ved at § 4j eksplisitt åpner for at innsatte kan få sitt vedtak kontrollert av Datatilsynet, og 
er taus om EOS-utvalget, fungerer ikke § 4j som en sikkerhetsventil mot vilkårlig 
myndighetsutøvelse i forhold til PST-opplysninger. Det legges til grunn at det ikke kan 
forventes av en alminnelig borger at han/hun har kjennskap til EOS-utvalget. I forhold til 
dette punkt ivaretar ikke § 4j den innsattes rettssikkerhet på tilfredsstillende måte.  
Det følger videre en begrensning for tilsynskompetansen i § 4j annet ledd, hvor svaret fra 
Datatilsynet ikke må «tilkjennegi at det foreligger en registrering i Infoflyt-systemet» dersom 
kriminalomsorgen eller politiet har unntatt innsatte for informasjon og innsyn etter § 4g annet 
ledd eller politiregisterloven § 48. Datatilsynet må gi et nøytralt svar til den registrerte som 
ikke gir indikasjoner på at vedkommende er registrert i Infoflyt-systemet. Det går implisitt 
frem av § 4g annet ledd bokstav a at kriminalomsorgen kan unnlate å informere 
vedkommende av hensyn til kriminalitetsbekjempelse. Tilsvarende hensyn legges eksplisitt til 
grunn i pregl. § 48 annet ledd hvor politiet kan unngå å informere den registrerte når det er 
nødvendig «av hensyn til kriminalitetsbekjempelse», jf. nr. 2. I forarbeid til pregl. § 48 annet 
ledd begrunnes hensynet nærmere med at informasjon ikke skal være egnet til å gi den 
kriminelle kunnskap som kan være til nytte i vedkommendes kriminelle atferd eller 
virksomhet.184 Unntaket fra informasjon kan også begrunnes med hensynet til tredjemann som 
kan få represalier om den registrerte får kjennskap til Infoflyt-registreringen.  
9.3 Påleggskompetanse 
Etter popplyl. § 46 fjerde ledd har Datatilsynet kompetanse til å gi pålegg om at behandling 
av personopplysninger i strid med bestemmelser i personopplysningsloven, eller i medhold av 
loven, «skal opphøre, eller stille vilkår» som må oppfylles for at behandlingen skal samsvare 
med loven. Datatilsynet gis her full påleggskompetanse til å ilegge kriminalomsorgen plikt til 
å opphøre eller korrigere behandling av personopplysninger i Infoflyt-systemet. 
Påleggskompetansen begrenses derimot av § 4j tredje ledd ved at tilsynet ikke kan gi pålegg 
om innsyn i opplysninger som kriminalomsorgen eller politiet har unntatt fra innsynsretten 
etter § 4h annet ledd eller pregl. § 49 fjerde ledd. 
I situasjoner hvor myndighetene har unntatt den registrerte innsynsretten, skal Datatilsynet gi 
behandlingsansvarlig skriftlig melding om dette dersom tilsynet konkluderer med at 
innsynsreglene ikke er fulgt. Behandlingsansvarlig skal deretter følge opp meldingen, 
                                                
184 Ot.prp.nr.108 (2008-2009) side 316. 
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herunder vurdere innsynsspørsmålet på nytt.185 Pålegget kan slik lede til at kriminalomsorgen 
omgjør vedtaket om innsynsnekt etter forvaltningsloven § 35 første ledd bokstav c.  
Utover bestemmelsen i tredje ledd, er ikke Datatilsynets kompetanse til å gi 
kriminalomsorgen pålegg nærmere regulert i § 4j. I merknad til popplyl. § 46 fjerde ledd, 
innebærer påleggskompetansen å pålegge den behandlingsansvarlige å gi innsyn og vilkår 
som kan lede behandlingen i samsvar med lovens øvrige regler.186 Datatilsynet kan derfor 
pålegge og sette vilkår til kriminalomsorgen om å opphøre eller endre behandlingen av 
personopplysninger i Infoflyt-systemet.   
9.4 Datatilsynets kontrollfunksjon i praksis 
I perioden 2007-2008 har Datatilsynet kritisert kriminalomsorgen for å behandle 
personopplysninger i Infoflyt-systemet etter et mangelfullt hjemmelsgrunnlag, se punkt 3.2. 
Utviklingen har gått i retning av en særregulering av Infoflyt-systemet i kapittel 1b, hvor 
Datatilsynet er gitt en eksplisitt kompetanse til å kontrollere hvorvidt kriminalomsorgens 
behandling er i samsvar med lover og regler. Ettersom Datatilsynet uansett ville hatt hjemmel 
til å føre slik kontroll etter popplyl. §§ 42 og 46, kan § 4j virke overflødig. Likevel vil en slik 
lovfesting av kontrollfunksjonen i praksis virke veiledende for den registrerte. Av hensyn til 
den registrertes mulighet til å kunne kontrollere sin egen rettsstilling, er lovhjemmelen positiv 
av rettssikkerhetsmessige grunner.  
Frem til dato for denne avhandlingen har Datatilsynet bare mottatt et par henvendelser fra 
registrerte i Infoflyt-systemet, og det er ikke utført noen kontroller av systemet etter 
vedtakelsen av kapittel 1b. I skrivende stund foreligger det heller ingen konkrete planer om å 
føre tilsyn med Infoflyt.187 
 
                                                
185 Prop.120 L (2013-2014) side 32. 
186 Ot.prp.nr.92 (1998-1999) side 134. 
187 Jf. e-post korrespondanse med Datatilsynet 13.mai 2016. 
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10 Avsluttende bemerkninger 
Kriminalomsorgens og politiets hjemmelsgrunnlag for behandling av personopplysninger i 
Infoflyt-systemet var sterkt kritisert før vedtakelsen av kapittel 1b i 
straffegjennomføringsloven. Avhandlingen legger til grunn at disse reglene er i tråd med 
menneskerettighetene etter Grl. §§ 102 og 113 og EMK artikkel 8. Sivilombudsmannen og 
Datatilsynet som stod i spissen for kritikken av Infoflyt-systemet, har ikke utgitt nye rapporter 
etter lovvedtakelsen.  
Etter at lovreglene i kapittel 1b har vært gjeldende i overkant av ett år, er det vanskelig å si 
om reglene har hatt en praktisk betydning i forhold til det rutinemessige arbeidet med 
systemet. Kriminalomsorgen anvender fremdeles rundskriv G-2005/3 og instruks KSF-2005/2 
i påvente av forskrift til kapittel 1b.188 Etter avhandlingens vurderinger ovenfor, må det være 
trygt å legge til grunn at lovfestingen av kapittel 1b har bidratt til økt forutberegnelighet for 
den registrerte i Infoflyt-systemet ved at lovreglene i større grad synliggjør systemet. Den 
registrertes rettssikkerhet ved behandling i Infoflyt-systemet har slik blitt forbedret etter 
vedtakelsen av kapittel 1b. Videre bidrar kapittel 1b til å skape en mer ensartet praksis av 
Infoflyt-systemet på tvers av regionene i kriminalomsorgen.  
Kriminalomsorgens adgang til behandle personopplysninger i Infoflyt-systemet har kommet 
et stykke på vei med kapittel 1b. Som vist i avhandlingen, er ikke alle reglene i kapittel 1b 
tilfredsstillende forutberegnelig til å kunne ivareta den registrertes rettssikkerhet. Etter min 
mening, bør mangler ved lovbestemmelsene utfylles i en egen forskrift med hjemmel i 
kapittel 1b. Særlig bør forskriften synliggjøre adgangen til å begjøre EOS-utvalget om 
kontroll. Videre bør retningslinjer for kvalitetssikring av personopplysninger og rutiner for 
saksbehandling og notoritet nedtegnes i forskriftsform.  
 
 
   
                                                
188 Jf. samtale med kriminalomsorgen region vest.  
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11 Register  
11.1 Lover og forskrifter 
 
Lov 17.mai 1814 nr. 17 Kongeriket Norges Grunnlov.  
Lov 22.juni 1962 nr. 22 om Stortingets ombudsmann for forvaltningen 
(sivilombudsmansloven). 
Lov 10.februar 1967 om behandlingsmåten i forvaltningssaker (forvaltningsloven). 
Lov 9.juni 1978 nr. 48 om personregistre (opphevet). 
Lov 22.mai 1981 nr. 25 om rettergangsmåten i straffesaker (straffeprosessloven). 
Lov 3.februar 1995 nr. 7 om etterretnings- overvåkings- og sikkerhetstjeneste (EOS-
kontrolloven). 
Lov 4.august 1995 nr. 53 om politiet (politiloven). 
Lov 20.mars 1998 nr. 10 om forebyggende sikkerhetstjeneste (sikkerhetsloven). 
Lov 21.mai 1999 nr. 30 om styrking av menneskerettighetenes stilling i norsk rett 
(menneskerettsloven). 
Lov 14.april 2000 nr. 31 om behandling av personopplysninger. 
Lov 18.mai 2001 nr. 21 om gjennomføring av straff mv. (straffegjennomføringsloven). 
Lov 28.mai 2010 nr. 16 om behandling av opplysninger i politiet og påtalemyndigheten 
(politiregisterloven). 
Forskrift 20.september 2013 nr. 1097 om behandling av opplysninger i politiet og 
påtalemyndigheten (politiregisterforskriften). 
Instruks 17.mars 1972 nr. 3352 for behandling av dokumenter som trenger beskyttelse av 





Innst.186 S (2013-2014)  Innstilling fra kontroll- og konstitusjonskomiteen om   
grunnlovsforslag. 
Innst.78 L (2014-2015)  Innstilling fra justiskomiteen om endringer i 
straffegjennomføringsloven mv. (Infoflyt-systemet 
mv.)   
Proposisjon til Stortinget,  Endringar i forvaltningslova og 
straffegjennomføringslova (behandling av 
personopplysningar i kriminalomsorga, innsyn i 
benådningssaker o.a.). 
Proposisjon til Stortinget,  Endringer i straffegjennomføringsloven mv. 
(Infoflyt-systemet mv.). 
Ot.prp.nr.92 (1998-1999)  Om lov om behandling av personopplysninger 
(personopplysningsloven). 
Ot.prp.nr.3 (1998-1999)  Om lov om styrking av menneskerettighetenes 
stilling norsk rett (menneskerettsloven). 
Ot.prp.nr.5 (2000-2001)  Om lov om gjennomføring av straff mv. 
(straffegjennomføringsloven). 
Ot.prp.nr.108 (2008-2009)  Om lov om behandling av opplysninger til politiet og 
påtalemyndigheten (politiregisterloven). 
NOU 2009:1 Individ og integritet. Personvern i det digitale 
samfunnet. 
 
                   (Prop.120 L) (2013-2014) 
          (Prop.151 L (2009-2010)  
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11.3 Internasjonale lover, konvensjoner og 
direktiv 
 
Den europeiske menneskerettskonvensjonen (EMK), 4.november 1950. 
FNs internasjonale konvensjon om sivile og politiske rettigheter, 16.desember 1966.  
Förordning (2001:682) om behandling av personuppgifter inom kriminalvården. Nettside (sist 
besøkt 19.mai 2016) http://www.riksdagen.se/sv/dokument-lagar/dokument/svensk-
forfattningssamling/forordning-2001682-om-behandling-av_sfs-2001-682  
Europaparlamentets rådsdirektiv (1995)  om beskyttelse av fysiske personer i 
forbindelse med behandling av 
personopplysninger og om fri 
utveksling av slike opplysninger.  





Tyrer mot Storbritannia 25.april 1978  Saksnr. 5856/72  
Klass mfl. mot Tyskland 6.september 1978  Saksnr. 5029/71 
Sunday Times mot Storbritannia 26.april 1979  Saksnr. 6538/74 
Silver mot Storbritannia 25.mars 1983   Saksnr. 7136/75 
Malone mot Storbritannia 2.august 1984  Saksnr. 8691/79 
Lupker mfl. mot Nederland 7.desember 1992  Saksnr. 18395/91 
          95/46 EF av 24.oktober 1995 
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Kinnunen mot Finland 15.mai 1996   Saksnr. 24950/94 
Bensaid mot Storbritannia 6.februar 2001  Saksnr. 44599/98 
Van der Velden mot Nederland 7.desember 2006  Saksnr. 29514/05  
S. og Marper mot Storbritannia 4.desember 2008  Saksnr. 30562/04 og 30566/04 
Robathin mot Østerrike 3.juli 2012   Saksnr. 30457/06 
Mouvement Raëlien Suisse mot Sveits 13.juli 2012 Saksnr. 16354/06 
Yefimenko mot Russland 12.februar 2013 Saksnr. 152/04 
11.5 Rundskriv og retningslinjer  
 
Justis- og politidepartementet (2000) Om journalføring og registrering i KOMPIS KIA, 
G-111/2000. 
Justis- og beredskapsdepartementet Informasjonsutveksling mellom kriminalomsorgen 
og politiet/påtalemyndigheten, G-03/2005. 
KSF (2005) INFOFLYT – Særskilt saksbehandlingsinstruks – 
KSF-2/2005. 
Kriminalomsorgen (årstall ukjent) Veiledning om saksbehandlingsreglene i 
forvaltningsloven og straffegjennomføringsloven § 7. 





Statens offentlige utredningar (2005) Säkert Inlåst? En granskning av rymningarna från 
Kumla, Hall, Norrtälje och Mariefred 2004, 
Betänkande av Rymningsutreden, Stockholm 2005. 




Sivilombudsmannen (2006) Kriminalomsorgens bruk av informasjon fra politiet i 
saker om permisjon og overføring til overgangsbolig. 
Saksnr. 2006/1502. 
UN Human Rights Council (2007) Report of the Working Group on Arbitrary 
Detention, mission to Norway, 11.oktober 2007. 
Saksnr. A/HRC/7/4/Add.2 





Datatilsynet (2008)  Vedtak om pålegg – endelig kontrollrapport 25. 




Justisdepartementets arbeidsgruppe Kriminalomsorgens hjemmelsgrunnlag for 
behandling av personopplysninger – Forslag om 
endringer i straffegjennomføringsloven. Avgitt 
31.oktober 2008. 
(Danmark) Kriminalforsorgen (2010) Årsrapport kriminalforsorgen 2010. Nettside (sist 
besøkt 19.mai 2016) 
http://www.kriminalforsorgen.dk/%C3%85rsrapporte
r-1382.aspx  
Sivilombudsmannen (2010)  Undersøkelse av INFOFLYT-systemet i 
kriminalomsorgen. Saksnr. 2007/2274. Avgitt 3. 
desember 2010. 
Riksrevisjonen (2010) Dokument 3:10 (2009-2010) Riksrevisjonens 
undersøkelse av politiets innsats mot organisert 
kriminalitet. Nettside (sist besøkt 20.mai 2016)                          
https://www.stortinget.no/no/Saker-og-





Dokument 16 (2011-2012)  Rapport fra Menneskerettighetsutvalget om 
menneskerettigheter i Grunnloven. Avgitt 
19.desember 2011 
Infoflyt-utvalget  INFOFLYT–Informasjonsutveksling mellom politiet 
og kriminalomsorgen i saker med alvorlig 
kriminalitet og høy risiko. Avgitt 15.mai 2012. 
 
Justis- og beredskapsdepartementet  Omorganisering av kriminalomsorgen II Endringer I 
straffegjennomføringsloven mv. (endringer som 
følge av omorganisering av kriminalomsorgen, 
inngangskontroll, brevveksling mv.)  
 
Sivilombudsmannen (2015) Kriminalomsorgens utlevering av dokumenter til 
politiet og påtalemyndigheten. Saksnr. 2013/2792. 
Avgitt 11.februar 2015 
Graver, Hans Petter og  Datalagring og menneskerettighetene – Utredning til 
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11.7 Litteratur og artikler 
 
Eckhoff, Torstein (1963) Legalitetsprinsippet. Tidsskrift for rettsvitenskap 1963 s. 225-285. 
Bratholm, Anders (1968) Politiet og personlighetsvernet, Lov og Rett 1968 side 289-308.  
Smith, Eivind (1978) Legalitetsprinsippets hjemmelskrav og subjekter, Tidsskrift for 
rettsvitenskap 1978 s.655-691. 
Bernt, jan Fridthjof (1983) Legalitetsprinsippet og andre hjemmelsspørsmål i den offentlige 
rett – noen prinsipielle betraktninger. Jusens Venner 1983 s. 119-135. 
          Høringsnotat (2015)  
    Harborg, Henning (2015) 
               (Infoflyt-rapporten) (2012)  
50 
 
Berg, Jens Petter (2000) Personopplysningsvern i et nytt årtusen – kritikk av 
personopplysningslovproposisjonen. Kritisk juss 1999 s. 351-376. 
Skjerdal, Nicolai Vogt (2001) Hva betyr «Klar lovhjemmel?» Legalitetsprinsippet som 
grunnprinsipp og nyansert rettsregel. Jussens venner 2001 s. 337-362.  
Graver, Hans Petter (2007) Alminnelig forvaltningsrett, 3. utgave (Oslo, 2007). 
 
Høgberg, Alf Petter og Høstmælingen, Njål (2010) Grunnlovsfesting av retten til privatliv?, 
Jussens venner 2/2010 side 98-146.  
 
Lie, Elisabeth Myhre (2011) I forkant: Kriminalitetsforebyggende politiarbeid, 1. utgave 
(Oslo, 2011). 
Aall, Jørgen (2011) Rettsstat og menneskerettigheter, 3. Utgave (Bergen, 2011). 
Fause, Anett Beatrix Osnes (2014) Kravet til legalitet, nødvendighet og proporsjonalitet når 
det utøves polisiær eller påtalemessig myndighet som griper inn i vernet etter EMK art. 8 
nr.1. Tidsskrift for strafferett 1.januar 2014.  
Aall, Jørgen (2014) Grunnloven og EMK. Lov og Rett 09/2014. 
Kvam, Bjarne (2014) Politiets persondatarett En studie av hjemmels- og formålskrav ved 
politiets utlevering av personopplysninger til utlandet, 1.utgave (Oslo, 2014) 
Graver, Hans Petter og Harborg, Henning (2015) Datalagring og menneskerettighetene – 
Utredning til Justisdepartementet og Samferdselsdepartementet (Oslo, 2015). 
11.8 Samtaler 
 
Møte: Kriminalomsorgen region vest, fengselsleder Kennet Johansen 4 mars 2016.  
E-post: Datatilsynet, juridisk rådgiver Kathrine Ekeberg 13.mai 2016.  
E-post: Justis- og beredskapsdepartementet v/ Kriminalomsorgsavdelingen, seniorrådgiver 







Det kriminalitetsforebyggende råd (KRÅD) www.krad.no  
11.10 Forkortelser 
 
EMD Den europeiske menneskerettsdomstol 
PST Politiets sikkerhetstjeneste 
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