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บทคดัยอ่ 
 การวจิยัครัง้น้ีมีวตัถุประสงค์เพื่อ 1) ศึกษาแนวโน้มของระบบรกัษาความปลอดภัยบนระบบเครอืข่ายคอมพิวเตอร์
ภายในมหาวทิยาลยัเทคโนโลยพีระจอมเกลา้พระนครเหนือ 2) วเิคราะหห์าแนวทางของระบบรกัษาความปลอดภยับนระบบ
เครือข่ายคอมพิวเตอร์ภายใน มหาวิทยาลัยเทคโนโลยีพระจอมเกล้าพระนครเหนือ โดยแบ่งออกเป็น 5 ด้าน  
คือ ด้านนโยบาย ด้านฮาร์ดแวร์ ด้านซอฟต์แวร์ ด้านบุคลากร และด้านกระบวนการ กลุ่มตัวอย่างที่ใช้ในการวิจัย 
ประกอบด้วยผู้บริหาร จํานวน 10 คน ผู้เชี่ยวชาญและผู้ปฏิบตัิงานด้านการรักษาความปลอดภัยของระบบเครือข่าย
คอมพวิเตอร ์ของมหาวทิยาลยัเทคโนโลยพีระจอมเกลา้พระนครเหนือ จํานวน 30 คน รวม 40 คน เครื่องมอืทีใ่ชใ้นการเกบ็
รวบรวมขอ้มูล เป็นแบบสอบถาม จํานวน 3 รอบ สถิตทิี่ใช้ ได้แก่ ค่ามธัยฐาน ค่าฐานนิยม และค่าพสิยัระหว่างควอไทล ์
ผลการวจิยัพบว่าระบบรกัษาความปลอดภยับนระบบเครอืข่ายคอมพวิเตอรภ์ายในมหาวทิยาลยัเทคโนโลยพีระจอมเกล้า
พระนครเหนือ ฮาร์ดแวร์และซอฟแวร์ต้องมปีระสทิธภิาพสูง มมีาตรฐาน ราคาต้องคุ้มค่า มกีารกําหนดนโยบายที่ชดัเจน 
เป็นลายลกัษณ์อกัษรพรอ้มบทลงโทษ บุคลากรต้องมคีวามรู้ความสามารถมกีารฝึกอบรมอยู่เสมอ มกีระบวนการทํางาน 
ทีเ่ป็นขัน้ตอน ชดัเจน พรอ้มจดัทาํคู่มอืและขัน้ตอนการปฏบิตังิานใหท้นัสมยัอยู่เสมอ  
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Study of Trend Study of Computer Network Security in King Mongkut’s 
University of Technology North Bangkok for the Planning Using Delphi Technique 
 
Peerapun  Rujipongkul1* and Kiattisak  Yochanang2  
 
Abstract 
 The purpose of this study is 1) to analyze the current status and the requirement of computer network 
security in King Mongkut’s University of Technology North Bangkok for the planning by using the Delphi 
Technique. 2) This study investigates the trend of the needs in five categories, those are policy, hardware, 
software, personnel, and procedure. The population of the study includes 10 executives and 30 experts in 
computer network system of in King Mongkut’s University of Technology North Bangkok. The questionnaires 
are distributed to collect data in three rounds. Median, mode, and interquartile range are employed to 
evaluate the results. The experimental results illustrate that high efficiency, standard compilation, and cost 
effectiveness of hardware and software are highly needed. The policy is necessarily defined and enforced 
with punishment. The competent personnel are required, and regularly trained to update the skill. Lastly, the 
procedure is also necessarily prepared in an accessible form of handbook. 
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1.  บทนํา 
 ปจัจุบนัเทคโนโลยสีารสนเทศได้เจรญิก้าวหน้าอย่าง
รวดเร็ว โดยเฉพาะระบบอนิเทอร์เน็ตได้เขา้มามสี่วนใน






อาจารย์ เจ้าหน้าที่ และนักศึกษา เพื่อการสบืค้นข้อมูล
ผ่านระบบอนิเทอรเ์น็ต ซึง่เป็นแหล่งขอ้มูลทีใ่หญ่ทีส่ดุ อกี
ทัง้เพื่อรองรบัต่อระบบสารสนเทศดา้นต่าง ๆ ทีส่าํคญัของ



















Media อนัเป็นทีนิ่ยมในปจัจุบนัเช่น Line, Facebook เป็น
ตน้ ตลอดจนการเรยีน การสอนผ่านสือ่อเิลก็ทรอนิกส ์(E-
Learning) ถงึแมว้่าในปจัจบุนัมหาวทิยาลยัจะมกีารป้องกนั 
บนเครือข่าย แต่ก็ยังเกิดช่องโหว่ที่ทําให้เกิดจากการ
โจมตีจากผู้โจมตี (Attacker) ภายนอกได้ ซึ่งปญัหาที่
เกดิขึน้ส่งผลกระทบต่อความปลอดภยัขอ้มูลข่าวสาร ทัง้








 จากปญัหาที่เกิดขึ้นดงักล่าว ผู้วิจยัจึงได้นําเทคนิค 
เดลฟาย (Delphi Technique) [3] ซึง่เป็นวธิกีารวนิิจฉัย

















2.  วตัถปุระสงคข์องการวิจยั 
 2.1  เพื่อศกึษาแนวโน้มของระบบรกัษาความปลอดภยั
บนระบบเครือข่ายคอมพิวเตอร์ภายในมหาวิทยาลัย
เทคโนโลยพีระจอมเกลา้พระนครเหนือ  




3.  เอกสารและงานวิจยัท่ีเก่ียวข้อง 
 3.1  ทฤษฎีเกี่ยวขอ้งกบัระบบรกัษาความปลอดภัย
เครอืขา่ย (Network Security) 
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 การรักษาความปลอดภัยของระบบคอมพิวเตอร์
สามารถแบ่งออกเป็นหมวดหมู่ใหญ่ ๆ ได้ 3 หมวดหมู่ 




 3.2  ทฤษฎเีกีย่วขอ้งกบัภยัคุกคามระบบเครอืขา่ย 






โจมต ี(Attack) ส่วนผูท้ีท่าํเช่นนัน้ หรอืผูท้ีเ่ป็นเหตุการณ์
ดงักล่าวเกดิขึน้ เรยีกว่าผูโ้จมต ี(Attacker) หรอืแฮคเกอร ์
(Hacker) หรอืแครค็เกอร ์(Cracker) [5] 
    3.3  เทคนิคเดลฟาย 
 เป็นเทคนิคการวจิยัทีไ่ดร้บัการยอมรบัและเป็นทีนิ่ยม 
แพร่หลาย ไม่ว่าจะเป็นดา้นธุรกจิ การเมอืง เศรษฐกจิ และ
การศกึษา สาํหรบัทางเทคโนโลยกีารศกึษาไดม้กีารนํามา 
ใช้อย่างกว้างขวาง เช่น การวิจยัเกี่ยวกบัแนวโน้มของ
เทคโนโลยกีารศกึษา อกี 5 ปี ทศิทางการวจิยัเทคโนโลยี
การศึกษาในอนาคต เป็นต้น ซึ่งเทคนิคเดลฟายเป็นวิธ ี











4.  วิธีการดาํเนินการวิจยั 
 4.1  ประชากรและกลุ่มตวัอย่าง 




แบบเจาะจง ประกอบดว้ย 1) ผูบ้รหิาร จํานวน 10 คน  2) 
ผูเ้ชีย่วชาญและผูป้ฏบิตังิานดา้นการรกัษาความปลอดภยั
ของระบบเครอืขา่ยคอมพวิเตอร ์ของมหาวทิยาลยัเทคโนโลยี
พระจอมเกลา้พระนครเหนือ จาํนวน 30 คน  รวม 40 คน 







ความมัน่คงปลอดภยั คอื 1) ดา้นนโยบาย (Policy) 2) ดา้น
ฮารด์แวร ์(Hardware) 3) ด้านซอฟต์แวร์ (Software) 4) 
ด้านบุคลากร (Personnel) และ 5) ด้านกระบวนการ 
(Procedure) 
     4.3  เครื่องมอืทีใ่ชใ้นการวจิยั 
 เครื่องมอืที่ใช้ในการวจิยัครัง้น้ี ได้แก่ แบบสอบถาม
ชนิดปลายเปิด และแบบสอบถามชนิดปลายปิด โดย
แบบสอบถามดงักล่าว ไดแ้บ่งออกเป็น 3 รอบ ดงัน้ี 
 รอบที ่1 แบบสอบถามปลายเปิดเพือ่ใหก้ลุ่มผูเ้ชีย่วชาญ
บรรยายและนําประเดน็ไปสรา้งแบบสอบถามรอบที ่2  
 รอบที่ 2 แบบสอบถามปลายปิด แบบให้น้ําหนัก 
(Rating Scale) ให้กลุ่มผู้เชี่ยวชาญเลือกแสดงความ
คดิเหน็ 5 ระดบั คอื เหน็ด้วยอย่างยิง่ เหน็ด้วย ไม่แน่ใจ  
ไม่เหน็ดว้ย และไม่เหน็ดว้ยอย่างยิง่ 
 รอบที่ 3 แบบสอบถามปลายปิด ให้กลุ่มผู้เชี่ยวชาญ
แสดงความคิดเห็น 5 ระดบั คือ เห็นด้วยอย่างยิ่ง เห็น
ด้วย ไม่แน่ใจ ไม่เหน็ด้วย และไม่เหน็ด้วยอย่างยิง่ โดย
เพิ่มตําแหน่งของค่ามัธยฐาน ค่าฐานนิยมและค่าพิสัย
ระหว่างควอไทล ์ 
 นําแบบสอบถามไปทดลองใช้ (Try Out) กบักลุ่ม
ทดลองทีไ่ม่ใช่กลุ่มตวัอย่าง ไดแ้ก่ อาจารยท์ีส่อนทางดา้น
ระบบเครอืขา่ย จํานวน 15 คน ทําการหาค่าความเชื่อมัน่ 
(Reliability) ของแบบสอบถาม โดยใช้สูตรสมัประสทิธิ ์
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แอลฟา (Alpha Coefficient) ด้วยวธิกีารของครอนบาค 
(Cronbach's Alpha) ได้ค่าความเชื่อมัน่ (Reliability) 
เท่ากบั 0.93 แลว้จงึนําไปเกบ็รวบรวมขอ้มูลจรงิจากกลุ่ม
ตวัอย่าง จาํนวน 40 คน 
 4.4  การเกบ็รวบรวมขอ้มลู 
 ผู้วิจ ัยได้ดําเนินการเก็บรวบรวมข้อมูลตามขัน้ตอน 
ดงัน้ี 




จาํนวน 3 รอบ 
 4.5  การวเิคราะห์ขอ้มูลและสถติทิีใ่ชใ้นการวเิคราะห์
ขอ้มลู 
 สถติทิีใ่ชใ้นการวเิคราะหจ์ะเป็นสถติเิบือ้งตน้ คอื การ 
วดัแนวโน้มเขา้สูส่ว่นกลาง ไดแ้ก่ 1) ฐานนิยม (Mode) 2) 
ค่ามธัยฐาน (Median) และวดัการกระจายของขอ้มลู 3) 
ค่าพสิยัระหว่างควอไทล ์(Interquartile Rang)  
 
5.  ผลการวิจยั 
 5.1  การวเิคราะหร์ะบบรกัษาความปลอดภยัของ 
ระบบเครอืขา่ยคอมพวิเตอรใ์นมหาวทิยาลยัในปจัจุบนั  
ตารางท่ี 1 แสดงค่ามธัยฐาน ค่าฐานนิยม และค่าพสิยั  
 ระหว่างควอไทล์ ของระดับคะแนนความ 
 คิดเห็นเกี่ยวกับภาพรวมของระบบรักษา 
 ความปลอดภัยบนระบบเครือข่ายคอมพิวเตอร ์
















4 4 1 สอดคลอ้ง 
ตารางท่ี 1 แสดงค่ามธัยฐาน ค่าฐานนิยม และค่าพสิยั  
 ระหว่างควอไทล์ ของระดับคะแนนความ 
 คิดเห็นเกี่ยวกับภาพรวมของระบบรักษา 
 ความปลอดภัยบนระบบเครือข่ายคอมพิวเตอร ์





























4 4 2 ไมส่อดคลอ้ง 
8. ขาดบุคลากรทีท่าํหน้าทีร่กัษา
ความปลอดภยัโดยตรง 
4 4 2 ไมส่อดคลอ้ง 
 จากตารางที่ 1 พบว่า กลุ่มผู้เชี่ยวชาญมีความเห็น
สอดคล้องกนัในภาพรวมของระบบรกัษาความปลอดภัย 
ทัง้หมด 4 ขอ้ ขอ้คําถามมคีวามจําเป็นในระดบัมากทีสุ่ด  
1 ข้อ ได้แก่ ระบบรักษาความปลอดภัยของระบบ
เครอืข่ายคอมพวิเตอรภ์ายในมหาวทิยาลยัในปจัจุบนันัน้
สามารถป้องกนัได้ในระดับหน่ึง แต่ยังไม่เพียงพอและ
ยงัคงตอ้งมกีารพฒันาในสว่นต่างๆ เพิม่ขึน้ในอนาคต  
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ตารางท่ี 2 แสดงค่ามธัยฐาน ค่าฐานนิยม และค่าพสิยั  
 ระหว่างควอไทล์ ของระดับคะแนนความ  
 คดิเหน็เกีย่วกบัภาพรวมของระบบรกัษาความ   
 ปลอดภัยบนระบบเครือข่ายคอมพิว เตอร ์
 ภายในมหาวทิยาลยัรอบที ่3  
ภาพรวมของระบบรกัษา
ความปลอดภยั 





















5 5 1 สอดคลอ้ง 
5.ระบบซอฟต์แวรท์ีใ่ชต้อ้งมี
เสถยีรภาพสงู 













4 5 1 สอดคลอ้ง 
 จากตารางที่ 2 พบว่า กลุ่มผู้เชี่ยวชาญมีความเห็น
สอดคล้องกันทุกข้อ ในภาพรวมของระบบรักษาความ
ปลอดภยับนระบบเครอืขา่ยคอมพวิเตอรภ์ายในมหาวทิยาลยั 
โดยมคีวามจาํเป็นอยู่ในระดบัมากทีส่ดุ 6 ขอ้ ไดแ้ก่ 
















6.  สรปุผลการวิจยัและข้อเสนอแนะ 
 จากการศกึษา เรื่อง แนวโน้มของระบบรกัษาความ
ปลอดภัยบนระบบเครือข่ายคอมพิวเตอร์ภายใน
มหาวิทยาลยัเทคโนโลยีพระจอมเกล้าพระนครเหนือ 
โดยใชเ้ทคนิคเดลฟาย สรุปผลการวจิยั ไดด้งัน้ี 
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ระบบจดัการกลาง (Centralization Management) และ
สามารถใชง้านร่วมกบัอุปกรณ์อืน่ ๆ ไดอ้ย่างประสทิธภิาพ 


















































ยาก ซึ่งสอดคล้องกับงานวิจัยของสุนทรีย์ [9] ที่พบว่า
งบประมาณ ด้านระบบคอมพิวเตอร์เครือข่ายไร้สายใน
องคก์รอุตสาหกรรมในปจัจุบนัมอีย่างจํากดั ซึง่ไม่เพยีงพอ
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วิเคราะห์จุดอ่อน จุดแขง็ อุปสรรค โอกาสด้วยรูปแบบ 
SWOT Analysis ของระบบรกัษาความปลอดภยัของระบบ
เครอืข่ายคอมพวิเตอร์ในมหาวิทยาลยัในปจัจุบนั ได้ดงั
ตารางที ่3 การวเิคราะหจ์ุดอ่อน จุดแขง็ อุปสรรค โอกาส 
(SWOT Analysis) ระบบรกัษาความปลอดภยัของระบบ
เครอืขา่ยคอมพวิเตอรใ์นมหาวทิยาลยัในปจัจุบนั ดงัน้ี 




S : Strengths  จดุแขง็ W: Weaknesses  จดุอ่อน 
1. มเีทคโนโลยแีละอปุกรณ์ที ่
    ทนัสมยั 
2. มรีะบบป้องกนัไวรสัที ่ 
    ทนัสมยัและถูกลขิสทิธิ ์
1. ผูบ้รหิารใหค้วามสาํคญัดา้นนโยบาย   
   มากกวา่เทคโนโลย ี
2. ขาดบุคลากรทีดู่แลดา้นการรกัษา 
    ความปลอดภยัโดยตรง 
3. มภียัคกุคามจากภายนอกเขา้มา 
   โจมตรีะบบอยูเ่สมอ 
4. ผูดู้แลระบบขาดการฝึกอบรมเฉพาะดา้น 
5. บุคลากรผูใ้ชง้านขาดความรูด้า้น 
   การใชง้านอย่างถูกวธิ ี
O : Opportunities  โอกาส T : Threats อปุสรรค 
1. มนีโยบายตดิตัง้อปุกรณ์   
    และซอฟแวรส์าํหรบัการ  
    รกัษาความปลอดภยัเพิม่ใน 
    อนาคต 
2. บุคลากรมโีอกาสไดร้บัการ  
    ถ่ายทอดความรูด้า้น 
    เทคโนโลยใีหม่ๆ  เสมอ 
1. อปุกรณ์ดา้นการรกัษาความ 
   ปลอดภยัมรีาคาสูง 
2. ความกา้วหน้าทางเทคโนโลยทีาํให ้ 
   เกดิความเสีย่งในการโจมตรีะบบ   
   รกัษาความปลอดภยัเพิม่ขึน้ 
3. การพฒันาบุคลากรดา้นการรกัษา 
    ความปลอดภยัใชง้บประมาณในการ   
    อบรมสูง 
7.  ปัญหาและข้อจาํกดัของงานวิจยั 
    จากการดาํเนินการวจิยัทําใหพ้บปญัหาและขอ้จํากดั
ดงัน้ี 














8.  ข้อเสนอแนะในการดาํเนินงานวิจยัครัง้ต่อไป 
 8.1  ควรกําหนดขอบเขตของงานวิจัยให้ชัดเจน 
ไม่ต้องกว้างมากเกินไป ควรศกึษาในเรื่องที่ต้องการรู้
เฉพาะดา้นจะทาํใหก้ารดาํเนินงานวจิยัไดร้วดเรว็ขึน้ 
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