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Abstract. The evolution of the vehicles of communication, mainly the internet, gave 
rise to many types of services for several utilities. The Medicine, like the basic 
service to survive, have space in this evolution. During the last two decades had 
arisen the most different kinds of computer systems to health, this way, creating the 
birth of the telemedicine. In the course of time, the expansion and the easy access 
changed the security of this systems for more fragile than before. This way, in 
parallel, computer security has also undergone significant advances, like the 
creation of the digital certificate. This document resembles a traditional 
identification. It indicates the owner's name and other information that ensures that 
the holder is who they said be. Therewith, the main objective of this job was to study 
and develop a system of formative second opinion using digital certificates, 
searching for more quality and integrity of data and advance on your self-security. 
Resumo. O avanço dos meios de comunicação, especialmente a internet, fez surgir 
uma gama de serviços para as mais diversas utilidades. A medicina, como um dos 
serviços básicos de sobrevivência, também teve seu espaço nesta evolução. Durante 
as duas últimas décadas surgiram os mais diversos sistemas computacionais 
voltados para a área da saúde, caracterizando assim o nascimento da telemedicina. 
Com o passar do tempo, a expansão e facilitação de acesso tornaram a segurança 
desses sistemas cada vez mais frágil. Sendo assim, paralelamente, a segurança 
computacional também sofreu avanços significativos, chegando à criação do 
certificado digital. Este se assemelha a um documento de identificação tradicional. 
Nele consta o nome do proprietário e outras informações que garantem que o 
portador é quem diz ser. Com isso, o intuito deste trabalho foi estudar e desenvolver 
um sistema de segunda opinião formativa com a utilização de certificados digitais, 
buscando uma maior garantia de integridade dos dados e também aumento na 
segurança do mesmo. 
1. Telemedicina 
Não é datado o surgimento da telemedicina. Há muitas especulações sobre o que possa ter 
sido o inicio da utilização dos meios de telecomunicações para aproximar procedimentos, 
avaliações, acompanhamentos. 
 Durante muitos anos, técnicas de transmissão de dados médicos eram criadas e 
desenvolvidas por todo o mundo. No Brasil, há registros que em 1924, um laboratório do Rio 
de Janeiro, o Almeida Cardoso & C. desenvolveu um código postal transmitido por telégrafos 
com a finalidade de possibilitar que a população pedisse medicamentos de maneira remota. 
Os códigos eram compostos por cinco letras e, dependendo do medicamento, assim como, da 
quantidade, eles mudavam. 
2. Segunda Opinião Formativa 
A segunda opinião formativa é uma modalidade de sistemas de telemedicina que se enquadra 
no conjunto de teleassistência. Sua principal característica é expandir a especialidade médica 
a local de difícil acesso ou ainda distantes. Seu uso é marcado por profissionais que 
necessitam de uma opinião de um especialista no assunto. 
3. Segurança 
Atualmente estar conectado é algo tão normal quanto utilizarmos o telefone celular. O 
advento da tecnologia sem fio possibilitou a conexão dos dispositivos mesmo quando em 
lugares distantes dos provedores.  
  
4. Utilização de Certificado Digital em um Sistema De Segunda Opinião 
Formativa 
Nesta pesquisa, foi desenvolvido um estudo sobre conceitos e aplicações de telemedicina, 
com ênfase em sistemas de segunda opinião formativa. Também foi aprofundado o 
conhecimento em segurança da informação e certificados digitais. Além dos estudos, foi 
desenvolvido um protótipo de uma aplicação web de segunda opinião formativa assíncrona, 
utilizando o certificado digital como um agregador de segurança. 
5. Conclusão 
A informática médica teve uma evolução expoente nas últimas décadas. No Brasil, a criação 
de uma sociedade especializada têm tornado esta evolução padronizada e cada vez mais 
segura e competitiva. Com isso, os sistemas de segunda opinião formativa estão ganhando 
espaço e auxiliando pacientes que possuem a distância como fator impeditivo ao acesso a 
grandes centros de especialidades. 
 No entanto, por se tratar de um sistema com acessos geograficamente distantes, os 
dados devem trafegar pela rede mundial, a Internet. Isso torna os dados acessíveis a qualquer 
pessoa que os intercepte ou acesse o sistema. 
 Para minimizar esse risco, esta pesquisa desenvolveu um sistema de segunda opinião 
formativa com controle de acesso por certificados digitais, que possuem, além das 
informações digitais do portador, um par de chaves (pública e privada) que podem garantir a 
identidade do usuário que está acessando o sistema, pois a posse da chave privada deve ser 
única e exclusiva de seu dono. 
Referências 
ASSOCIAÇÃO BRASILEIRA DE NORMAS TÉCNICAS. NBR ISO/IEC 27.002. [s. L], 
2005. Disponível em: <http://www.abntcatalogo.com.br/norma.aspx?ID=77127>. Acesso 
em: 28 out. 2011. 
BURNETT, Steve; PAINE, Stephen. Criptografia e Segurança na Informática: O Guia 
Oficial RSA. Rio de Janeiro: Editora Campus, 2002. 367 p. 
CUNHA, Meire Jane Marcelo (2005). Proposta de documentação para subsidiar as atividades 
de implantação da Segurança da Informação. Disponível em: 
<http://www.acso.uneb.br/marcosimoes/TrabalhosOrientados/CUNHA2005.pdf>. Acesso 
em: 03 out. 2011. 
