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Abstrakt 
Tato práce se zabývá metodami verifikace ručně psaného podpisu a rukopisu. Shrnuje a popisuje 
některé užívané techniky a odkazuje na příslušnou literaturu. Dalším tématem práce je návrh a 
implementace jednoduché aplikace pro verifikaci rukopisu. Aplikace je založena na hranové detekci a 
porovnání vybraných strukturálních a statistických příznaků. Jako podpůrný nástroj pro rozhodování 
je použit SVM klasifikátor z balíku LIBSVM. Aplikace je napsána v jazyce C a využívá grafickou 
knihovnu OpenCV. Testovací i trénovací sada byla vytvořena ze vzorků rukopisu z internetové 
databáze IAM Handwriting Database. Aplikace je vytvořena a testována v prostředí operačního 
systému Windows XP. 
 
Abstract 
This paper concerns methods of verification of person’s signature and handwriting. Some of 
commonly used techniques are resumed and described with related literature being referred. Next aim 
of this work is design and implementation of a simple handwriting verification application. 
Application is based on edge detection and comparison of a set of structural and statistical features. 
As a support classification tool a SVM classifier of the LIBSVM software is employed. The 
Application is written in C language using OpenCV graphics library. Testing and training set was 
extracted from samples found in the IAM Handwriting Database. Application was created and tested 
in the Windows XP operating system. 
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1 Úvod 
 
Rozpoznávání biometrických vlastností je přirozené každému z nás. Používáme ho dennodenně, aniž 
bychom si to uvědomovali, při běžném setkávání s lidmi. Člověk rozpoznává obličeje, hlasy nebo 
postavy druhých bez velkého přemýšlení. Všechny tyto informace jsou biometrickými vlastnostmi 
člověka. Takových vlastností je velké množství, ať už běžně známých (otisky prstů, DNA) nebo méně 
rozšířených (struktura nehtu). Zpracování a rozpoznání člověka podle těchto vlastností je úkolem 
biometrických systémů. 
Biometrické systémy jsou v dnešní době běžně nasazované v praxi a jejich výzkum a vývoj 
postupuje neustále vpřed. Některé z nich dokážou s velikou přesností určit identitu člověka při 
zpracování jediné biometrické vlastnosti (DNA, otisk prstu), jiné používají kombinace více vlastností 
a jejich přesnost je nižší. Jako všude jinde i zde záleží na účelu praktického nasazení a v neposlední 
řadě na ekonomických aspektech. Při identifikaci jednoho ze 40 zaměstnanců firmy není potřeba 
každý den odebírat a klasifikovat vzorek DNA, vystačíme s méně přesným, ale levnějším a 
rychlejším zařízením – kupříkladu pro identifikaci hlasu nebo geometrie ruky. Pokud budeme chtít 
ochránit citlivé nebo tajné informace před neoprávněným přístupem (například ve vojenských 
zařízeních), musíme zvolit systém s nejvyšší přesností, byť méně uživatelsky příjemný. 
Mezi biometrické vlastnosti člověka patří také jeho rukopis a podpis. Nejedná se však o 
vlastnosti, které by měl každý člověk naprosto unikátní, protože více lidí může mít velmi podobný 
rukopis. V biometrii je takovýchto vlastností více (hlas, chůze, geometrie ruky,…) a často jsou 
kombinovány pro zvýšení přesnosti rozpoznání. Vědní obor zabývající se analýzou rukopisu a 
podpisu se nazývá písmoznalectví (nezaměňovat s grafologií). 
Cílem této práce je popis používaných postupů a technologií analýzy ručně psaného textu a 
podpisu. Dále pak výběr vhodných metod a návrh jednoduchého systému pro verifikaci dvou vzorků 
rukopisu. Systém je založen na extrakci příznaků z hran textu. Verifikace probíhá ve dvou 
oddělených metodách: porovnáním příznaků a pomocí SVM klasifikátoru. Dále budeme 
předpokládat, že analyzujeme text psaný latinkou vodorovně zleva doprava. 
Po první úvodní kapitole následuje stručný teoretický úvod do technik zpracování obrazu, jež 
jsou užity v navržené aplikaci. Třetí kapitola popisuje metody verifikace podpisu a rukopisu a 
odkazuje na literaturu zabývající se podrobně jednotlivými postupy. Návrh řešení jednoduchého 
offline systému pro verifikaci rukopisu je popsán v kapitole 4 a implementace systému v kapitole 5. 
Výsledky jsou diskutovány v kapitole 6. 
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2 Zpracování digitálního obrazu 
Tato kapitola je převzata z [3]. Před vlastní analýzou rukopisu nebo podpisu je potřeba vzorky převést 
do digitální formy, například pomocí scanneru nebo digitálního fotoaparátu. Tato kapitola zevrubně 
popisuje základní kroky zpracování digitálního obrazu nutné k pochopení principů a metod 
popisovaných v dalších kapitolách. Rozumíme tím přípravu obrazu do takové podoby, která bude 
vhodná pro offline analýzu rukopisu nebo podpisu. 
Jednotlivé kroky nebo jejich detaily se mohou lišit podle použitých metod zpracování rukopisu, 
popsány jsou tedy obecně takové postupy, které se používají ve většině z nich. 
2.1 Segmentace 
Správná segmentace obrazu představuje jeden ze stěžejních úkolů přípravy obrazu pro jeho další 
zpracování. Smyslem segmentace je oddělit relevantní data (objekty) obrázku od těch, která nás 
nezajímají [27].  
V případě rozpoznávání textu se jedná v prvé řadě o určení bodů (oblastí), které představují 
text a ostatních bodů (pozadí, linky papíru, šum a další defekty obrázku). V pokročilejší fázi 
rozpoznávání je často nutné segmentovat text na jednotlivá slova a ta na samotné znaky (písmena, 
číslice).  
Při zpracování textu psaného na papír, je dosaženo uspokojivé segmentace pomocí prahování. 
Jeho princip je jednoduchý – je testován každý pixel vstupního obrazu, a pokud je jeho hodnota jasu 
vyšší než daný práh, je označen za bílý (popř. 1 nebo jinak), jinak je označen za černý (0). Výstupem 
je binární obraz, jehož „bílé“ pixely představují text a „černé“ pixely pozadí. Příklad vstupního 
obrazu s textem a ten samý obraz po aplikování prahování je na obr. 2.1 a 2.2. 
 
 
Obr. 2.1 Obrázek textu před zpracováním 
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Obr. 2.2 Binární obraz textu po prahování (invertován) 
Některé postupy nezahrnují segmentaci jako samostatný krok, ale jako součást hranové 
detekce. 
2.2 Detekce hran 
Řada metod užitých v návrhu aplikace používá při extrakci některých příznaků textu hodnoty výstupů 
hranových detektorů aplikovaných na obraz.  
Detekce hran je postup v digitálním zpracování obrazu, sloužící k nalezení oblastí bodů, ve 
kterých se podstatně mění jas (viz obr. 2.3) [10]. Slouží k nalezení takových míst obrazu, které lidské 
oko vnímá jako hranice objektů nebo různých tvarů, např. rozhraní světla a stínu. K provedení 
hranové detekce se používají hranové detektory (edge detector). 
 
Obr. 2.3 Jednorozměrná funkce intenzity bodů v obraze – znázornění hrany 
 
Hranových detektorů existuje celá řada lišících se jak v metodách nalezení hrany, její 
reprezentaci, tak v citlivosti rozpoznání hrany a s ní související odolnosti proti šumu a jiným 
nežádoucím efektům zpracovávaného obrazu. 
V základu se hranové detektory dají rozdělit na detektory využívající první nebo druhou 
derivaci jasové funkce. Při použití první derivace je výsledný hranový gradient porovnán s prahem, 
který určuje, jedná-li se o hrany či nikoli. U metod druhé derivace je výskyt hrany detekován, je-li 
prostorová změna v polaritě druhé derivace dostatečně významná. 
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Pokud je hrana definována jako relativně velká změna hodnoty jasové funkce, bude v místě 
hrany velká hodnota derivace této funkce. Hodnota této derivace (gradientu) bude maximální 
v kolmém směru ke hraně. V praxi se však detekce provádí jen ve dvou, resp. ve čtyřech směrech. K 
výpočtu gradientu můžeme přistupovat jako ke konvolučnímu filtrování obrazu. Jednotlivé hranové 
detektory se pak liší jádrem konvolučního filtru. Jádro filtru udává, které body se pro výpočet 
gradientu použijí a jaké budou mít váhy. Velikost a vlastnosti filtru významně ovlivňují výsledek 
detekce. Obecně platí, že čím je matice větší, tím je detektor odolnější proti šumu, protože okolí 
použité k aproximaci je větší. Konvolucí filtru a zpracovávaným obrazem získáme tzv. gradientní 
obraz. Konvoluce se provádí pro detekci v jednom směru (vodorovně nebo svisle) a pro druhý směr 
se použije matice transponovaná. 
 
Obr. 2.4 Derivace funkce intenzity 
 6 
Následují ukázky některých významných filtrů: 
 xG  yG  
Robertsův 









 
000
010
100
 










000
010
001
 
Prewittové 













101
101
101
 









 
111
000
111
 
Sobelův 













101
202
101
 









 
121
000
121
 
Robinsonův 













111
121
111
 












111
121
111
 
Kirschův 













533
503
533
 









 
333
303
555
 
Frei-Chenův 













101
202
101
 









 
121
000
121
 
Prewittové (5 x 5) 





















21012
21012
21012
21012
21012
 


















22222
11111
00000
11111
22222
 
Tabulka 1 Ukázky konvolučních filtrů 
Z výsledků detekce hran v horizontálním a vertikálním směru xG  a yG  lze spočítat sílu hrany:
 
22
yx GGG             (1) 
nebo můžeme hodnotu následně aproximovat: 
yx GGG              (2) 
Orientace gradientu vzhledem k vodorovné ose lze vypočíst jako: 
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y
x
G
G
arctan
            (3) 
Metody založené na druhé derivaci jasové funkce se snaží nacházet průchody této derivace 
nulou (viz obr. 2.5). Využívají toho, že je snazší nalézt průchod nulou nežli extrém funkce. Bohužel 
druhá derivace je ještě citlivější na šum než první, proto je vhodné její výpočet kombinovat s takovým 
vyhlazením, které odstraní maximální množství šumu a při tom nepoškodí hrany. Tyto metody často 
pracují s Laplaceovým operátorem – Laplaciánem, který aproximuje druhou všesměrovou derivaci 
jasové funkce. K výpočtu se používá tedy pouze jedna matice. 
 
 
 
Obr. 2.5 Druhá derivace funkce intenzity 
 
Konvoluční masky mohou vypadat takto: 
    
Některé konvoluční masky pro Laplacián 











010
141
010
 











111
181
111
 













212
141
212
 













121
242
121
 
Tabulka 2  
Marrův filtr se snaží odstranit šum použitím Gaussovské funkce (rozmazání) a následnou 
aplikací Laplaciánu (LoG = Laplacian of Gaussian).  
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Na následujících obrázcích je výsledek aplikace některých hranových detektorů na obrázek 
s textem (obr. 2.6). 
 
 
Obr. 2.6 a) Laplace 
 
 
           (b) Prewittová                   (c) Kirsch 
 
           (b) Robinson                      (d) Sobel 
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Z obr. 2.6 je patrné, že hrany většiny operátorů „obalují“ křivky původního písma, tedy vytvářejí 
kontury. Tento efekt je nežádoucí pro další práci s písmem, proto bude v aplikaci použit Cannyho 
hranový detektor nebo Laplaceův operátor, který prezentuje křivku jako jednu hranu. 
2.3 Cannyho hranový detektor 
Cannyho algoritmus je obecně znám jako optimální hranový detektor [9]. Je navržen tak, aby 
splňoval tři základní požadavky, které dříve zmíněné detektory zajistit nedokázaly. Tyto požadavky 
jsou: 
 minimální počet chyb – musí být detekovány všechny hrany a nesmí být žádná odezva 
na místa, která hranami nejsou 
 přesnost – poloha detekované hrany musí být určena co nejpřesněji 
 jednoznačnost – každá hrana může být detekována pouze jednou 
Postup detekce sestává z několika kroků. Prvním je eliminace šumu Gaussovým filtrem. 
Gaussův filtr může být realizován pomocí konvoluce užívající masku, jejíž výpočet je relativně 
snadný. Poté následuje aplikace Sobelova operátoru pro nalezení velikostí gradientů a jejich směrů 
(viz výše). Následuje proces ztenčení (thinning), spočívající ve výběru lokálních maxim nalezených 
gradientů. Princip této fáze probíhá tak, že jako bod hrany je označen jen takový bod, jehož sousední 
body v okolí kolmém na směr gradientu (směr gradientu je znám – vrací jej Sobelův detektor) mají 
hodnotu gradientu nižší. Posledním krokem je prahování s hysterezí (tresholding). Jeho účel je 
v ohodnocení významu nalezených hran – splnění kritéria jediné odezvy. Hrany pocházející ze šumu 
mají obvykle nižší hodnoty gradientu než hrany skutečně hledané. Cannyho detektor má mezi 
vstupními parametry hodnoty dvou prahů T1 a T2 . Hodnoty nalezených gradientů jsou potom 
porovnávány s těmito prahy. Pokud je hodnota gradientu vyšší než hodnota prahu T2 , je označen jako 
hrana přímo. Pokud je jeho hodnota nižší než T1, je chápán jako nehranový. A konečně, leží-li jeho 
hodnota v rozmezí těchto dvou prahů, je bod označen jako hrana pouze v případě, že sousedí 
s bodem, který už za hranu uznán byl.  
 
Obr. 2.7 Výstup Cannyho hranového detektoru 
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2.4 Reprezentace hran 
Reprezentace hran řeší otázku, jakým způsobem ukládat a prezentovat data, která nám poskytují 
hranové detektory. Prosté zobrazení nalezených hran je v řadě případů nedostačující, často je pro 
další práci s obrazem nutné detekované hrany nějakým způsobem ukládat a zpracovávat pro další 
práci s nimi. 
Předpokládejme, že máme funkční a spolehlivý hranový detektor, který dokáže detekovat 
souvislé hrany. Nyní stojíme před otázkou, jak budou tyto kontury uloženy a reprezentovány 
z hlediska počítačových dat. Máme celou řadu technik, mezi kterými můžeme vybírat. Kritériem pro 
výběr správného přístupu je v první řadě převažující typ křivek, které chceme reprezentovat. 
Například při zpracování kartografických údajů, kde očekáváme převážně dlouhé zaoblené křivky, 
jako jsou například řeky nebo železnice, s minimem ostrých rohů a častých změn směru, je 
výhodnější reprezentovat tyto křivky pomocí kombinace oblouků a rovných segmentů nebo přímo 
pomocí křivek – matematických funkcí. Naproti tomu při zpracování rastrových dat ze skeneru nebo 
digitálních fotografií, kde převládají kontury s množstvím ostrých změn směru, často navíc zatížené 
šumem, bude výhodnější užít řetězcových kódů. 
2.5 Řetězcové kódy 
Princip řetězcových kódů spočívá v tom, že cestu z jednoho bodu do sousedního bodu popisované 
kontury lze označit – například číslicí. Pokud uvažujeme, že se pohybujeme na úrovni jednotlivých 
pixelů, musíme podle zvolené provázanosti (connectivity) takto označit 4 resp. 8 směrů. 
Freemanův řetězcový kód pracuje s osmi směry a s jejich označením číslicemi od 0 do 7. Tyto 
směry si můžeme představit jako možnosti tahu s dámou na šachovnici (viz obr. 2.8). Potom 
řetězcový kód kontury z obrázku 2.9 s počátkem v bodě S bude vypadat takto 
{4,4,3,2,3,6,6,7,4,6,0,0,0,1}.  
     
 
Obr. 2.8 Označení směrů Freemanova kódu  Obr. 2.9 Příklad popisované kontury 
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3 Metody verifikace rukopisu a podpisu 
Tato kapitola popisuje některé metody používané při zpracování ručně psaného textu. Na úvod je 
stručně nastíněna problematika verifikace. Další část se podrobněji věnuje oblasti analýzy podpisu.  
Ve druhé části jsou pak rozebírány postupy a metody analýzy rukopisu.  
V prvé řadě musíme problematiku verifikace rukopisu a podpisu rozdělit do dvou kategorií – 
online a offline zpracování – které se odlišují ve způsobu získání vstupních dat. Pojmem online 
(neboli dynamické) rozumíme zpracování vstupu v reálném čase, to znamená hned při psaní nebo 
těsně po něm. Technická realizace spočívá v použití různých dotykových displejů nebo tabletů, na 
které uživatel píše často speciálními styly nebo prstem. Signál z těchto zařízení je ihned zpracováván. 
Offline (statické) zpracování přistupuje k textu jako k obrazu, aniž by byly k dispozici jakékoli 
informace o něm. Musí se tedy řešit rozpoznání oblasti s textem, zpracování obrazu, filtrace 
nežádoucích elementů a tak podobě. Jediným zařízením potřebným k realizaci je takové, které na 
výstupu poskytne digitální obraz textu. Pisatel nemusí být u zpracování vůbec přítomen. Stručné 
srovnání těchto přístupů je uvedeno v tabulce 3. 
 Online Offline 
Rukopis 
Příliš se nepoužívá; vzorky jsou 
krátké; některé příznaky jsou 
zbytečné 
Používá se; potřebuje 
dostatečně dlouhé vzorky 
Podpis Používá se; poskytuje časové 
příznaky; přesné sledování tahů 
Dá se použít, ale 
podvrhnutí je jednodušší; 
nasazení v praxi je jiné 
Tabulka 3 Srovnání přístupů 
3.1 Verifikace 
Verifikace (z latinského verum facere = činit pravdivým) je obecně ověřování, kontrola nebo 
dokazování pravdivosti. V biometrice je tento pojem chápán jako ověření, zda osoba X je skutečně 
osobou, za kterou se prohlašuje. Jednoduchým příkladem budiž zadání přihlašovacího jména a hesla 
do systému, který jednoduše zkontroluje, zda se zadané heslo shoduje s heslem příslušného uživatele. 
Jde tedy o vztah 1:1, na rozdíl od identifikace, kdy je uživatel rozpoznán z množiny osob pouze podle 
poskytnutých biometrických vlastností (vztah 1:N). 
Biometrická praxe nabízí řadu příkladů verifikace. V civilní sféře se jedná například o kontrolu 
identity zaměstnanců ve firmách nebo pracovištích se zvýšenou bezpečností. Uživatel zadá svoje 
jméno nebo identifikační číslo a poskytne biometrický vzorek, například obraz duhovky, sítnice, otisk 
prstu, geometrii dlaně nebo krevního řečiště dlaně. Jiným příkladem je forenzní analýza, kdy je na 
 12 
základě zajištěného vzorku (otisk prstu, DNA,…) potvrzena nebo vyvrácena identita pachatele 
trestného činu. 
Verifikace pouze na základě rukopisu nebo podpisu se v praxi používá omezeně, ale může 
sloužit v kombinaci s dalšími měřeními. V této oblasti převažuje online analýza podpisu, protože 
offline alternativa neposkytuje takové množství příznaků (viz dále). Naproti tomu offline analýza 
převažuje v oblasti zkoumání rukopisu, ačkoli mimo civilní sektor je stále záležitostí písmoznalců. 
Obecně můžeme schéma verifikace rozdělit do několika kroků: 
 získání dat 
 příprava dat 
 extrakce příznaků 
 porovnání 
 vyhodnocení 
Předtím, než je systém schopen provádět verifikaci, musí získat referenční vzorek (nebo více 
vzorků) od každého uživatele systému. Referenční vzorek je většinou vytvořen v prvních třech fázích 
a uložen. Při verifikaci je pak testovací vzorek porovnán s referenčním a změřen rozdíl. Pokud je 
tento menší než nějaký zvolený práh, je uživatel verifikován. 
S verifikací, potažmo s biometrickými systémy obecně souvisí několik pojmů, které je dobré 
vysvětlit: 
 Pozitivní tvrzení o identitě – uživatel tvrdí, že je již registrován v daném systému 
 Negativní tvrzení o identitě – uživatel tvrdí, že v daném systému ještě registrován není 
 Explicitní tvrzení o identitě – uživatel musí zadat svoji identitu a ta je buď vyvrácena, 
nebo potvrzena (porovnání 1:1) - verifikace 
 Implicitní tvrzení o identitě – identita uživatele je vyhledána a předložena (porovnání 
1:N) – identifikace 
 Tvrzení o identitě právoplatným uživatelem 
 Tvrzení o identitě útočníkem 
 Skóre porovnání (Matching Score) – míra shody při porovnání 
 Chybná shoda (False Match) – dva vzory od dvou odlišných osob jsou rozpoznány 
jako shodné 
 Chybná neshoda (False Non-Match) – dva vzory od stejné osoby jsou rozpoznány jako 
různé 
Při verifikaci mohou nastat tyto případy: 
 Osoba A je přijata jako A – správné přijetí (True Acceptance) 
 Osoba A je zamítnuta jako B – správné odmítnutí (True Rejection) 
 Osoba A je přijata jako B – chybné přijetí (False Acceptance) 
 Osoba A je zamítnuta jako A – chybné zamítnutí (False Rejection) 
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Z těchto případů jsou pak odvozeny chybové míry, které jsou velmi důležité při hodnocení 
biometrických systémů. 
Míra chybného přijetí (False Acceptance Rate) – FAR  
FAR je pravděpodobnost, že biometrický systém klasifikuje dva odlišné vzory jako shodné a tím 
přijme možného útočníka.  
n
n
FAR s ,          (4) 
ns je počet shodných porovnání odlišných vzorů 
n je počet všech porovnání odlišných vzorů 
 
Míra chybného odmítnutí (False Rejection Rate) – FRR  
FRR je pravděpodobnost, že biometrický systém klasifikuje dva shodné vzory jako odlišné a tím 
neumožní přístup oprávněnému uživateli.  
n
n
FRR A ,          (5) 
nA je počet porovnání vzorů osoby A vedoucích k neshodě  
n celkový počet porovnání vzorů osoby A 
 
Míra vyrovnání chyb (Equal Error Rate) – EER 
EER určuje nastavení porovnávacího prahu tak, že počet chybně odmítnutých osob je stejný jako 
počet chybně akceptovaných. 
 
Podle místa nasazení biometrického systému jsou pak požadovány různé míry chybovosti. 
Platí, že čím větší míra zabezpečení, tím nižší chybovost je požadována a tím větší jsou náklady na 
biometrický systém. Zůstává zatím pravdou, že 100% bezchybný biometrický systém s přijatelným 
provozem neexistuje a praxe vyžaduje kompromis. 
3.2 Analýza podpisu 
Podpis člověka (nebo také signatura) je široce uznávanou známkou pravosti nebo souhlasu už několik 
staletí. V právu se považuje za nezpochybnitelný doklad souhlasu osoby s podepsanými podmínkami 
či smlouvou. Pro zvýšení stupně autenticity býval dříve podpis doprovázen pečetí. Styl podpisu se liší 
mezi různými kulturami. Například lidé ve Spojených státech se častěji podepisují svým jménem, 
kdežto Evropané tíhnou k obrazcům, které jejich jméno připomínají jen vzdáleně. 
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Je známou skutečností, že žádné dva podpisy jednoho člověka nejsou přesně shodné a někteří 
experti tvrdí, že dva naprosto přesné podpisy znamenají podvrh [11]. Instance podpisu se mezi sebou 
mírně liší globálně i lokálně, v měřítku i orientaci. Přesto jsou experti schopni velmi přesně rozpoznat 
podvržený podpis. Na druhou stranu už tak přesní nejsou při rozpoznání pravého podpisu. Dle [13] 
bylo při testech 25% pravých podpisů zavrženo jako podvrh, ale žádný falešný přijat. Laické osoby 
přijaly až 50% podvrhů jako pravé. 
Podoba podpisu je ovlivněna několika faktory, které je třeba při analýze brát v potaz. Pokud 
byl podpis vytvořen ve spěchu a na nestabilní podložce (například při přebírání zásilky), bude 
vypadat jinak než podpis na prázdný list papíru položený na stole. Podobu ovlivňuje také struktura 
papíru, psací potřeba a další okolnosti. Všechny tyto faktory ovlivňují jak statické (výsledný obraz), 
tak dynamické vlastnosti (tvorbu) podpisu. Při verifikaci je tedy musíme brát v potaz. 
Z biometrického hlediska je podpis pouze jakýmsi obrazcem (často nemá s rukopisem ani 
jménem pisatele nic společného), kterým pisatel zpodobňuje své jméno, případně iniciály. Podpis 
patří k relativně stabilním vlastnostem člověka, to znamená, že se s věkem příliš nemění. Toto platí 
převážně pro dospělé osoby, jejichž podpis se ustálil na nějaké podobě. V mladším věku se podpis 
naopak vyvíjí a změny jsou znatelné. Jen malé procento lidí však později mění svůj podpis, a když, 
tak velmi významně (používají naprosto odlišný obrazec než doposud). Viz [14]. 
Dobrý biometrický systém musí mít co nejnižší hodnoty FAR a FRR. První z nich je těžší 
zajistit, neboť zajistit vzorky skutečných podvrhů podpisu je nemožné. Podvrh je považován za 
odborný, pokud má útočník k dispozici jeden nebo více vzorů napodobovaného podpisu k nahlédnutí 
a/nebo natrénování. Jestliže útočník nemá k dispozici podobu podpisu a buďto zná jen jméno osoby, 
jejíž podpis má napodobit nebo zkusí jakýkoli podpis, je podvrh náhodný (random, zero-effort). Testy 
s použitím pouze náhodných podvrhů vedou zřejmě k mnohem nižším hodnotám FAR. 
Získat dostatečný počet reprezentativních vzorků pro vyhodnocení biometrického systému 
může být obtížnější, než by se zpočátku zdálo. Aby vzorky pokrývaly co nejširší spektrum pisatelů, 
musí zahrnovat pisatele různého věku, vzdělání, kultury, zdravotního stavu a tak dále. Většina lidí 
přitom není ochotna se podepisovat několikrát za sebou nebo poskytnout svoje podpisy pro uložení 
v databázi nebo pro trénování podvrhů. V praxi se proto při výzkumu pracuje s podpisy od 
dobrovolníků, a tak ve většině databází chybí vzorky od lidí, kteří se do takového výzkumu 
nepřihlásili (např. staří, nemocní, postižení). Procento těchto lidí v populaci však není zanedbatelné a 
právě jejich podpisy mohou představovat pro systém nejtěžší výzvu. Ani samotné vyhodnocení 
systému nemusí být srovnatelné s jiným systémem, protože neexistuje žádná veřejně přístupná 
referenční testovací databáze a většina výzkumných skupin používá k vyhodnocení systému svoji 
vlastní databázi.  
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Online analýza podpisu 
Online analýza počítá s tím, že podpis je napsán na speciálním zařízení. Velkou výhodou online 
záznamu podpisu je přesnost a možnost sledovat různé veličiny v čase a některé další, jež offline 
systémy měřit nemohou. Například rychlost psaní, tlak pera, přesná aktuální pozice, počáteční a 
koncový bod psaní, atd. Spíše než výsledný obraz podpisu je zkoumán způsob, jakým byl napsán. Na 
obrázku 3.1 je speciální tablet firmy Vacom určený k online analýze podpisu nebo rukopisu. 
 
Obr. 3.1 Tablet a speciální pero vhodné pro online záznam podpisu 
 
Praktické nasazení online systémů se nabízí všude tam, kde je potřeba porovnat pravost právě 
napsaného podpisu v reálném čase. Při placení kartou je zákazník často vyzván k podepsání účtu a 
tento podpis obsluhou pokladny verifikován. Můžeme říci, že tato verifikace bývá většinou laická 
anebo neproběhne vůbec. Vzor podpisu může být v jisté podobě uložen na kartě, a pokud se zákazník 
podepíše na speciální zařízení, může být verifikace provedena elektronicky. Obecné schéma online 
systému je na obrázku 3.2 
 
Obr. 3.2 Průběh online verifikace podpisu 
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Jedním z hlavních problémů dynamické (i statické) analýzy podpisu je rozhodnutí, které 
aspekty podpisu jsou důležité a které nikoliv. Můžeme rozlišit dva různé přístupy k řešení. První 
z nich předpokládá, že všechny měřené hodnoty pozic (a/nebo rychlosti, akcelerace) bodů jsou 
důležité a porovnání referenčního a testovacího vzorku se provádí „bod po bodu“. Základem tohoto 
přístupu je metoda, jakou bude toto porovnání provedeno. Jinou možností je rozdělit podpisy a 
odpovídající segmenty pak porovnávat zvlášť. 
Druhý přístup nepoužívá všechna dostupná data o pozici každého bodu. Místo toho je vypočten 
a porovnán soubor hodnot (tyto hodnoty se nazývají statistické), který můžeme považovat za příznaky 
podpisu. Jedná se například o celkový čas psaní, délku tahů, úhly tečen významných bodů, rychlosti a 
zrychlení, a tak podobně. V reálných systémech se měří zhruba 40-60 takovýchto příznaků. Po 
zvolení souboru příznaků není třeba ukládat referenční podpis „kompletně“, stačí pouze jeho 
reprezentace pomocí souboru příznaků. Tím dochází k významné redukci místa potřebného pro 
uložení reference podpisu. Stěžejním bodem tohoto přístupu je pochopitelně volba příznaků a jejich 
přesná extrakce. Některé problémy, jež je potřeba řešit jsou: 
 Kolik příznaků je dostačujících? 
 Vyžadují příznaky nějakou transformaci, například změnu velikosti, sklonu, 
deformaci? 
 Kolik vzorků podpisu bude použito při výpočtu referenčního podpisu? 
 Bude referenční podpis pravidelně aktualizován, a pokud ano, jak? 
 Jak bude počítán rozdíl mezi testovaným a referenčním podpisem? 
Zodpovědět otázku počtu dostačujících příznaků je velmi obtížné. Většinou je zde tendence 
začlenit co nejvíce příznaků v naději na zlepšení přesnosti systému. Někteří výzkumníci navrhují 
použití až 90 příznaků. Zvýšení počtu příznaků však nemusí vést k přesnějším výsledkům a může 
přinášet i určité problémy. Pomineme-li větší datový prostor nutný k uložení vektoru, je 
nepravděpodobné, že testovaný podpis bude mít hodnoty všech příznaků blízko referenčnímu 
podpisu. Pro kompenzaci tohoto jevu je nutné pečlivě nastavovat prahy všech příznaků nebo používat 
přístup podobný většinovému klasifikátoru a výsledky mohou být ve finále horší než s menším 
počtem příznaků. 
Pokud je potřeba příznaky nebo samotný podpis nějak transformovat, existuje celá řada 
technik. Různí autoři používají transformace, avšak není popsána žádná systematická studie o 
výhodách takového přístupu. Phelps [22] navrhuje formování hraničního (close-fitting) polygonu 
okolo podpisu. Tento je pak normalizován a centrován na koordinační ploše. Phelps postuluje, že 
oblast překrytí dvou pravých podpisů je konzistentně větší než u podvrhů. 
Pro výpočet referenčního podpisu je ze zřejmých důvodů lepší mít více vzorků podpisu. 
Minimálně by to měly být aspoň tři. Je také možné referenční podpis aktualizovat při každé úspěšné 
verifikaci. Počet vzorků tak roste s používáním systému a zároveň jsou brány v potaz drobné změny 
v podpisu, které se u některých osob vyskytují v delším časovém horizontu. 
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Řešení posledního problému spočívá ve volbě porovnávací metody. Předpokládejme, že 
referenční podpis je založen na množině vzorků tohoto podpisu a je reprezentován souborem 
(množinou) příznaků. Dále předpokládejme, že je vypočten aritmetický průměr a směrodatná 
odchylka pro každý prvek této množiny, tedy pro každý příznak. Pak je referenční podpis 
reprezentován dvěma vektory; vektorem R průměrů a vektorem S směrodatných odchylek.  
Rozdíl referenčního a testovaného podpisu lze počítat několika způsoby, například pomocí: 
 Lineární diskriminační funkce (Linear Discriminant Function) 
 Klasifikátoru eukleidovské vzdálenosti (Eucleidian Distance Classifier) 
 Dynamického programování (Dynamic Programming Matching Technique) 
 Syntetické diskriminační funkce (Synthetic Discriminant Function) 
 Většinového klasifikátor (Majority Classifier) 
Dynamika podpisu 
Dynamika podpisu je zachycena tabletem nebo jiným zařízením ve formě 
  nttptytxtS T ,...,2,1,0,)(),(),()(  .       (6) 
S(t) je soubor hodnot pozic hrotu pera x,y a tlaku pera p v čase t (obecně vzorkován pevným 
intervalem). Vzorkovací frekvence se pohybuje od 200 Hz a rozlišení od 1000 dpi. Typický evropský 
nebo americký podpis je napsání jména osoby, tudíž hodnoty x lineárně narůstají s malými 
oscilacemi, zatímco hodnoty y oscilují výrazně s častým střídáním kladných a záporných hodnot. 
Z naměřených dat mohou být vypočítány rychlost a akcelerace (pomocí první a druhé 
derivace). Třetí derivace se často nepočítá, představuje změnu akcelerace a je někdy nazývána tik 
(jerk). Po výpočtu derivací mají naměřená data podobu 
  nttyjtxjtyatxatyvtxvtptytxtS T ,...,2,1,0,)(),(),(),(),(),(),(),(),()(   . (7) 
Je zřejmé, že pokaždé, když se pisatel podepíše, počet naměřených vzorků v čase bude trochu 
jiný. To znamená, že hodnota n (počet vzorků) bude pokaždé jiná. Díky tomuto faktu je porovnání 
dvou podpisů bod po bodu obtížné. 
Podpis můžeme považovat za sekvenci tahů. Tah definujeme [8] jako posloupnost 
fundamentálních komponent omezených zvednutím hrotu pera. Uvažujme jeden takový tah ve smyslu 
y hodnot (předpokládejme, že tah začíná malými a končí velkými hodnotami y) a hodnoty x 
ignorujme. Pokud vyšetříme průběh hodnot y-rychlosti yv(t) zjistíme, že tah je charakterizován 
množstvím kladných hodnot stoupajících k nějakému maximu (peak) zhruba uprostřed tahu a poté 
klesajících k nule. Profil rychlosti tahu má tedy tvar křivky, připomínající Gaussovu křivku (viz obr. 
3.3 a). Analýza hodnot y-akcelerace ya(t) vede ke křivce znázorněné na obrázku 3.3 b). Tvary křivek 
jsou pouze ilustrační. 
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Obr. 3.3 a) Graf průběhu y-rychlosti tahu (přibližný tvar). Modrá křivka je skutečný průběh 
rychlosti, zelená je Gaussova křivka a červená křivka logaritmicko-normálního rozdělení. 
 
Obr. 3.3 b) Graf průběhu y-akcelerace (přibližný tvar) 
Amplituda křivky rychlosti je v jisté přímé úměře s délkou tahu. Znamená to, že delší tahy 
člověk píše rychleji. Budeme si všímat tahů, u nichž křivka rychlosti nebo akcelerace překročí 
v maximu jistý stanovený práh. Zručný útočník, který se bude snažit napodobit podpis, sice může 
natrénovat tvar dlouhých tahů, ale je velmi nepravděpodobné, že by profil rychlosti a akcelerace pro 
tyto tahy odpovídal profilům pravého podpisu. 
Tvar profilů rychlosti i akcelerace byl předmětem mnohých studií. Plamondon [5] dochází 
k závěrům, že profily tahů psaných velmi rychle (tedy i u podpisu) mají přibližně tvar Gaussovy 
křivky, ale jsou asymetrické. Také tvrdí, že jejich tvar je téměř zachován i u tahů, které se liší délkou, 
trváním i hodnotou maxima. Tento konzistentní tvar může být ve vztahu ke způsobu, jakým centrální 
nervový systém plánuje a řídí jemné pohyby. 
Dále prezentuje model pro aproximaci tvaru profilů. Po provedení řady testů s použitím 
různých modelů dochází k závěru, že nejlepší aproximace je dosaženo použitím logaritmicko-
normálního rozdělení (log-normal), viz obr. 3.3 a). 
Pokud zná útočník také dynamické vlastnosti podpisu, jak těžké pro něj bude podpis natrénovat 
a podvrhnout? Bez tréninku je téměř nemožné napodobit dynamiku tvorby cizího podpisu, i když ji 
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útočník zná (v praxi by tento případ neměl nastat). Nicméně zůstává faktem, že některé podpisy je 
z principu snazší napodobit než jiné. Brault a Plamondon [5] odvodili výraz pro vyjádření koeficientu 
obtížnosti podpisu. Jedná se zhruba o funkci variability délky a směru tahů podpisu. Lidé s malou 
hodnotou tohoto koeficientu a vysokou variabilitou ve svém podpisu mohou působit systému 
problémy. 
Porovnání bod po bodu (Point-to-Point comparison) 
Tento přístup je založen na myšlence porovnávání různých částí podpisu separátně a kombinování 
těchto porovnání pro získání celkové míry podobnosti. Hodnoty sledované pro každý bod jsou 
uvedeny v tabulce 4.  
 
Měřené hodnoty bodu (komponentu) 
x-pozice y-pozice 
x-rychlost y-rychlost 
x-akcelerace y-akcelerace 
Tabulka 4  
 
Jak bylo zmíněno dříve, problémem je fakt, že dva pravé podpisy jednoho člověka mají jistou 
úroveň variability (viz obr. 3.4). Přímé porovnání bod po bodu je tedy téměř nemožné. Aby byl 
systém efektivní, musí implementovat nějaký druh zarovnání (alignment) testovaného a referenčního 
podpisu a zaručit tak, že budou skutečně porovnány odpovídající si části podpisu. Zarovnání však 
může přinášet další problémy, neboť jej podstupují jak pravé, tak podvržené podpisy. Několik 
navržených a testovaných metodik bude nyní stručně popsáno. 
 
 
Obr. 3.4 Ilustrace segmentů podpisu. Křivky stejné barvy znázorňují odpovídající si segmenty podpisu. 
Je patrné, že segmenty se liší, i když byly napsány stejným pisatelem. Je tedy potřeba je nějakým způsobem 
zarovnat. 
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Herbst a Liu navrhli systém založený na měření akcelerací a použití korelace oblastí (regional 
correlations). Vycházeli z předpokladu, že celkový čas potřebný pro napsání podpisu je konzistentní, 
stejně jako čas pro jednotlivé části a tedy také průchody nulou u akcelerací. Používali dva ortogonální 
akcelerometry na experimentálním peru pro vzorkování podpisu frekvencí 200 Hz. 
Zjistili, že napsání většiny podpisů trvá 2-10 vteřin, průměrně pak 5 vteřin. Každý podpis byl 
heuristicky rozdělen na segmenty. Po zarovnání segmentů byla spočítána vzájemná korelace (cross-
correlation). Nejlepší výsledky vykazovaly segmenty trvající 1-2 vteřiny, delší segmenty už byly 
problematické pro zarovnání. Jejich systém dosahoval hodnot FAR 1% a FRR více než 20%. Detailní 
popis systému viz [13]. Zlepšení popsané techniky bylo dosaženo měřením tlaku pera, a to na 
hodnoty FRR 16%. 
 Pro překonání omezení techniky korelace oblastí navrhli Yasuhara a Oka použití nelineárního 
časového zarovnání (Nonlinear Time Alignment), které se používá také v oblasti rozpoznávání řeči. 
Tato technika je též známa jako dynamické borcení časové osy (Dynamic Time Warping, DTW). 
Podle nich vede použití této techniky k přesnějšímu zarovnání segmentů, než je tomu u lineárního 
zarovnání. Ve svých testech došli k hodnotě EER 5%, viz [28]. 
Další přístup navrhli Brault a Plamondon, kteří popsali systém používající pero vybavené 
čtyřmi akcelerometry. Ty měřily x a y akcelerace na hrotu a na vršku pera. Systém tím tedy bral 
v potaz i způsob držení pera. Celkové akcelerace a jejich směry pak mohly být spočítány a z nich pak 
hodnoty některých příznaků. Každý příznak byl reprezentován jako histogram směru akcelerace  (s 
hodnotami od 1 do 360). Verifikace zahrnovala sestavení množiny n histogramů pro každý podpis, po 
jednom pro každý příznak. Porovnání dvou podpisů spočívalo ve čtyřech krocích: 
 Synchronizace – zarovnání dvou histogramů před jejich porovnáním a zvolení 
takového zarovnání, které vykazuje největší korelaci. Stejné zarovnání je pak použito 
na zbývajících n – 1 histogramů. 
 Preselekční test – odmítnutí takových podpisů, které by pravděpodobně neuspěly 
v korelaci, na základě vybraných globálních příznaků (průměrná akcelerace, čas pro 
napsání podpisu). 
 Porovnání histogramů – pro každou hodnotu  v histogramu je spočítán „koeficient 
podobnosti“ a poté jeho průměrná hodnota. 
 Rozhodnutí – na základě nějaké hodnoty prahu. 
Autoři v testech dosáhli hodnot FAR 1% a FRR 1,2%, avšak tyto hodnoty jsou pro praxi 
bezcenné, neboť testované podpisy byly užity k výpočtu referenčních podpisů. Také není jasné, jak 
správně by měl být práh nastavován. Více viz [4]. 
Metodu založenou na nejzákladnějších informacích o podpisu studovali Zimmerman a Varady 
[29]. Pro verifikaci použili pouze údaje o dobách dotyku a zvednutí pera (pen-up a pen-down). 
Aplikací Walshovy transformace na tyto hodnoty získali frekvenční spektrum podpisu. Prvních 40 
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nízkých harmonických kmitů bylo bráno v potaz. Výsledky této metody se pohybovaly v rozmezích 
4,6% - 12% FAR a 33,6% - 51,9% FRR. 
Plamondon a Parizeau porovnávají užití třech metod – korelace oblastí, dynamické borcení 
časové osy a porovnání skeletálních stromů (Skeletal Tree Matching) – na třech typech dat: pozice, 
rychlost a akcelerace. Metoda korelace oblastí je podobná té, kterou dříve navrhli Herbst a Liu [13], 
nicméně se v některých detailech liší. DTW mapuje segmenty testovaného podpisu na segmenty 
referenčního podpisu odstraněním nežádoucích časových rozdílů a vzdálenost mezi dvěma vzorky je 
spočítána. STM počítá vzdálenost mezi skeletálními stromy odpovídajícími dvojici porovnávaných 
podpisů. Principem je výpočet minimálního počtu operací nutných k transformaci jednoho stromu na 
druhý. Více o STM viz [26]. Jejich výzkum mimo jiné ukazuje, které parametry mají na výsledek 
podstatný vliv (délka segmentů, hodnoty y) a které nikoli (velikost okna u DTW). Podrobně viz [23]. 
Bechet [1] ve svém patentu porovnává podpisy na základě údajů o rychlosti ve směru x a y. 
Metoda dělí signál s hodnotami rychlosti na diskrétní časové úseky. Porovnávány jsou odpovídající 
segmenty podpisu. Rychlost psaní segmentů je nepochybně charakteristická vlastnost každého 
pisatele a je navzdory odchylkám mezi jednotlivými instancemi podpisu konzistentní. 
Porovnání příznaků podpisu 
Tento přístup je založen na výpočtu a porovnání statistických vlastností podpisu nazývaných 
příznaky. Původní hodnoty pozice, rychlosti a akcelerace v každém bodu se po vypočtení hodnot 
příznaků dále nepoužívají. Podpis je dále reprezentován jen jako množina hodnot příznaků. 
Důležité lokální a globální příznaky jsou uvedeny v tabulce 5, resp. v tabulce 6. Globální 
příznaky jsou zjištěny pro celý podpis, lokální pro každý bod. 
 
Tabulka 5 
 
 
 
 
 
Lokální příznaky 
horizontální pozice počáteční směr úhel pera 
vertikální pozice celková rychlost zrychlení v ose x 
kolmý tlak rychlost v ose x zrychlení v ose y 
úhel tečny rychlost v ose y azimut pera 
log rádius křivosti celkové zrychlení  
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Globální (holistické) příznaky 
průměrný tlak průměrná rychlost první moment (hybnost) 
variabilita tlaku maximální rychlost výška podpisu 
maximální tlak průměrná / maximální rychlost šířka podpisu 
minimální tlak průměrná rychlost v ose x poměr šířka / výška 
maximální – minimální tlak průměrná rychlost v ose y vzorkování dotyku pera (D) 
bod nejvyššího tlaku korelace x,y rychlostí doba max. rychlosti / D 
maximální zrychlení maximální rychlost v ose x doba max. x-rychlosti / D 
průměrné zrychlení maximální rychlost v ose y bod max. rychlosti / D 
variabilita zrychlení variabilita rychlosti v ose x průměrný azimut 
prům. zrychlení v ose x počet bodů s kladnou x-rychlostí průměrný úhel sklonu 
prům. zrychlení v ose y variabilita rychlosti počet dotyků a zvednutí pera 
celkový počet bodů kvadratický průměr rychlosti kvadratický průměr zrychlení 
doba dotyku pera směr prvního doteku a zvednutí délka podpisu 
proporce oblast celkový čas psaní 
Tabulka 6 
 
Systém samozřejmě nemusí pro verifikaci používat všechny zmíněné příznaky. Jak bylo řečeno 
dříve, volba kolik a jaké příznaky budou použity, je zásadním rozhodnutím při návrhu biometrického 
systému pro analýzu podpisu. Crane a Ostrem diskutují dokonce možnost použití personalizované 
podmnožiny příznaků pro každého uživatele zvlášť. Tento postup údajně dokáže zlepšit výkonnost 
systému [7]. 
Lorette [15] ve své práci používá sedm geometrických a dynamických příznaků, které 
prohlašuje za invariantní vůči rotaci i změně měřítka: 
 počet propojených komponent (nebo také pen-ups + 1) 
 počet smyček 
 kvantifikovaná kumulovaná fáze pro celý podpis (quantified cumulated phase for 
signature on their whole) 
 počáteční směr stopy pera kódovaný ve 4 kvadrantech 
 celkový čas psaní (není jasné, zda je skutečně invariantní vůči změně měřítka) 
 čas psaní propojených komponent (nebo také celkový čas – pen-up čas) 
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 průměrná a maximální rychlost propojených komponent 
Všechny proměnné jsou dále normalizovány, aby měly průměr 0 a standardní odchylku 1. 
Rozdíl podpisů je počítán eukleidovskou normou. Systém dosáhl přesnosti klasifikace 91,7% při 
testování 203 vzorků podpisu od 14 osob. Autor neuvádí, zda byl systém testován pro verifikaci 
podpisu. 
Parks, Carr a Fox [21] ve svém patentu navrhli technické vybavení a metodiku pro záznam a 
verifikaci podpisu. Metodika pracovala se šesti základními příznaky: 
 celkový čas psaní 
 celkový čas kontaktu (kdy se pero dotýká podložky) 
 počet segmentů 
 suma přírůstků ve směru x (tj. horizontální směr) 
 maximální přírůstek ve směru x (= maximální x-rychlost) 
 suma přírůstků ve směru y 
Referenční podpis byl počítán ze šesti vzorků. Detaily počítání vzdálenosti mezi referenčním a 
testovaným podpisem nejsou jasné, ale pracuje se složitým systémem vah a prahů pro získání 
konečného rozhodnutí. Autoři dále diskutují nastavení dalších prahů při nasazení v praxi (vliv měla 
mít cena zakoupeného zboží při placení platební kartou) a aktualizaci referenčního podpisu při každé 
úspěšné verifikaci a dokonce i při každém testování podpisu. Patent dále zahrnuje seznam dalších 93 
příznaků, které mohou být použity jako doplněk k původním šesti. 
De Bruyne a Forre [6] navrhli použití 18 globálních (holistických) příznaků, z nichž je 6 
dynamických a 12 statických. Některé dynamické příznaky jsou: 
 celkový čas psaní 
 počet zvednutí pera 
 čas psaní (= čas doteku pera na podložce) 
 čas zvednutí pera (pen-up čas) 
Vybrané statické příznaky jsou potom: 
 oblast 
 proporce 
 standardní odchylky hodnot x a y 
 poměr celkového počtu přírůstků ve směru x a y 
Referenční podpis byl počítán z 10 vzorků. Výsledky testů nejsou známy. 
Hastie, Kishon, Clark a Fan [12] popisují model, ve kterém se předpokládá, že testovaný 
podpis sestává z referenčního podpisu, který je nějak transformován. Verifikace probíhá v pěti 
krocích: 
1. Vyhlazování (smoothing) – aproximace kubickým splajnem (spline) je použita ke 
zprůměrování chyb měření. 
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2. Rychlost – je vypočtena po vyhlazení. 
3. Borcení času (Time warping) – je vypočtena funkce borcení časové osy, takže je nalezena 
korespondence mezi testovaným a referenčním podpisem. 
4. Segmentace – podpis je segmentován oblastmi s nízkou rychlostí (15% průměrné rychlosti 
a méně) na sekvenci segmentů nazývaných písmena. 
5. Průměrování – odhad (estimate) referenčního podpisu. 
Testovaný podpis je zpracován v krocích 1 – 4. Vzdálenost mezi testovaným a referenčním 
podpisem je spočítána na konci kroku 3, a pokud už není rozhodnuto v tomto kroku, tak v tom 
následujícím. Metoda pracuje s tabletem zachycujícím pozici pera i jeho tlak při psaní. Nelson a 
Kishon [18] prezentují výsledky výše popsaného modelu. Zkoumají 10 vzorků pravého podpisu od 20 
pisatelů a množství pokusů o podvrh pro některé z nich. Dále popisují, jak počítají rychlosti a 
akcelerace v obou směrech pomocí vyhlazování splajnů (spline smoothing) a další hodnoty jako úhly 
tečen, dostředivé zrychlení, tiky a křivosti. Upozorňují na to, že rychlost psaní i tlak pera mají u 
každého pisatele často opakované vzory. Pokoušejí se najít separaci mezi shluky pravých a 
podvržených podpisů v grafu zachycujícím délku podpisu proti času psaní. Taková separace nemusí 
vždy existovat, nicméně autoři objevili, že dynamika a tvar podpisu se zajímavě doplňují. Pokud se 
totiž útočník pokouší napodobit správný tvar podpisu, velmi pravděpodobně bude dynamika psaní 
nesprávná a naopak. Příznaky použité ve studii jsou: 
 celkový čas psaní podpisu 
 délka podpisu 
 efektivní hodnota (Root Mean Square, RMS) rychlosti 
 RMS dostředivého zrychlení 
 RMS tečného zrychlení 
 RMS celkového zrychlení 
 RMS tiků 
 průměrná x-rychlost 
 integrál dostředivé akcelerace  
Nalwa postavil svůj systém verifikace podpisu na těchto příznacích: 
 vibrace 
 proporce 
 délka podpisu 
 těžiště 
 točivý moment (torque) 
 momenty setrvačnosti 
Postup verifikace spočívá ve třech krocích: 
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1. Normalizace – slouží k úpravě naměřených hodnot, aby byl algoritmus nezávislý na 
orientaci a měřítku podpisu. 
2. Popis – generuje charakteristiky (příznaky) textu. 
3. Porovnání – počítá vzdálenost mezi referenčním a testovaným podpisem. 
Normalizace počítá polygon obalující podpis, vibrace a celkový počet pen-down úseků. 
Zjišťuje naklonění podpisu pomocí globálních os maxima a minima setrvačnosti skrze těžiště podpisu 
a poté rotuje podpis do normalizované orientace. Dále spočítá proporce podpisu pomocí polygonu 
obalu a příslušně mění měřítko podpisu.  
Ve druhém kroku se podpis parametrizuje jako podíl pen-down vzdáleností a celkové 
vzdálenosti. Výpočty hodnot dalších příznaků pracují s posuvným okénkem pro zpracovávaný úsek 
tahu a polohou středu souřadnicového systému. 
Nalwa testoval svůj systém na třech databázích. První databáze byla sestavena za použití jiného 
technického vybavení a s jinými dobrovolníky poskytujícími podpisy. Sestávala z 904 vzorků 
podpisu od 59 pisatelů. Dvaatřicet pisatelů se poté pokoušelo napodobovat cizí podpisy za příslibu 
finanční odměny při úspěchu poté, co si mohli prohlédnout a nacvičit cizí podpis. Takto bylo 
nashromážděno 325 vzorků podvrhnutých podpisů. Druhá databáze obsahovala 982 vzorků od 102 
pisatelů a 401 podvrhů. Třetí databáze obsahovala 790 vzorků od 43 pisatelů a 424 podvrhů. 
Výsledky testů na těchto databázích vedly k výsledkům EER zhruba 2%, 3% a 5%. Pro detaily viz 
[17]. 
Vyhodnocení 
Po získání a porovnání naměřených dat následuje fáze vyhodnocení. Podle metody porovnání dat se 
liší také forma výstupu porovnání. Jak je patrno z popisu některých systémů, jedná se často o hodnoty 
rozdílů. Podle toho, zda hodnoty překročí určený práh, je testovaný podpis verifikován nebo nikoliv. 
Jiné metody mohou také mimo výsledek verifikace poskytovat informace o přesnosti klasifikace 
(skóre porovnání). Pro podrobnější popis vyhodnocení verifikace viz příslušná literatura ke každému 
systému. 
Offline analýza podpisu 
Offline analýza podpisu je v principu podobná analýze prováděné člověkem, který porovnává dva 
předložené podpisy. Nemáme žádné informace o tlaku, dynamice, ani jiných časových údajích tvorby 
podpisu. K dispozici je pouze hotový podpis jako obraz. Nicméně se objevily pokusy o vývoj 
systémů, které se na základě offline dat pokouší vysledovat trajektorii tahů, poté zrekonstruovat 
temporální údaje a ty pak zpracovávat technikami online analýzy. 
Oproti online analýze vyvstává další problém k vyřešení – zpracování obrazu tak, abychom 
získali pouze relevantní části obrazu. Podpis není napsán žádným speciálním zařízením, jeho obraz je 
pouze převeden do digitální formy. Takový převod může produkovat šum nebo jiné nechtěné 
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fragmenty obrazu a s těmi musíme počítat. Nutností je také oddělit podpis od podkladu, na kterém je 
napsán. Podkladem může být papír s linkami nebo nečistotami. Osvětlení také nemusí být konstantní 
ve všech bodech obrazu (například pokud je snímek pořízen digitálním fotoaparátem). Na obrázcích 
3.5 a) a 3.5 b) jsou ukázky nasnímaných podpisů. Z obrázků je patrné, že dalším podstatným 
činitelem je druh psací potřeby. 
 
 
Obr. 3.5 a) Příklad skenovaného podpisu 
 
Obr. 3.5 b) Příklad fotografie podpisu. Dobře viditelné je nerovnoměrné osvětlení snímku, které může 
znesnadnit segmentaci pozadí a podpisu 
 
Po vyřešení problému segmentace je průběh verifikace podobný jako u online analýzy. Liší se 
v reprezentaci podpisu a užitých příznacích. Zůstává výpočet vzdálenosti mezi testovaným a 
referenčním podpisem a na něm založené rozhodnutí o výsledku verifikace. 
Praktické nasazení offline systémů je odlišné. Nutnost nasnímat a převést podpis do digitální 
formy je vylučuje z použití tam, kde je vyžadováno rozhodnutí v krátkém čase (například při placení 
kartou v obchodě). V těchto případech je výhodnější použít nějaký online systém. Naopak, pokud 
chceme zkoumat již napsané podpisy (například na dopisech či jiných listinách) a ověřit tak pravost 
dokumentu, jsou offline systémy vhodnější volbou. Navíc osoba, jejíž podpis je verifikován, nemusí o 
těchto analýzách vůbec vědět. 
Zpracování obrazu 
Před vlastním zpracováním dat podpisu je nutné obraz upravit tak, aby ze vstupu, jímž je obraz ze 
scanneru nebo fotoaparátu, byl výstup segmentován na text a pozadí. Možných metod je celá řada, 
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volba záleží na zvolených technikách extrakce a reprezentace dat, účinnosti, složitosti nebo časové 
náročnosti. Obecně je potřeba zajistit tyto kroky: 
 odstranění šumu 
 převedení na binární obraz (ne vždy) 
 odstranění nežádoucích elementů 
Popis některých používaných metod je v kapitole 2. Výstup zpracovaného vstupního obrazu je 
na obrázku 3.6. 
 
Obr. 3.6 Zpracovaný vstupní obraz. Vstupem je obrázek 3.5 b), bylo použito prahování, Laplaceův 
hranový detektor a úprava nalezených hran. Pozadí a šum byly zcela odstraněny, obraz je binární (pixely 
podpisu jsou 1, ostatní 0). 
 
Extrakce příznaků 
Podle zvolených příznaků se liší také technika jejich extrakce. Různých příznaků je velké množství a 
jsou hledány a testovány stále nové, které by o charakteru podpisu řekly více. Příznaky můžeme 
rozdělit do kategorií podle typu. Dostáváme tak mimo jiné příznaky založené na směru, sklonu, 
konturách, mřížce, textuře a spektru. Mezi obecně užívané příznaky patří: 
 Sklon základní linky – jedná se o úhel mezi vodorovnou osou a myšlenou přímkou, 
na které je podpis napsán. Je vypočteno maximum podílu horizontální projekce k šířce 
podpisu pro různé úhly sklonu . Jinak řečeno, je vypočten horizontální histogram 
podpisu pro různé úhly základní linky (nabízí se například interval (-45°, 45°)) a podíl 
maxima histogramu k šířce podpisu. Úhel, ve kterém je tento podíl nejvyšší, je 
hledaným úhlem sklonu základní linky. 
 Poměr stran – podíl výšky a šířky podpisu. Myšlený obdélník, jehož strany mají 
stejnou délku jako šířka a výška podpisu, se nazývá hraniční obdélník (bounding box). 
 Normalizovaná oblast – podíl oblasti zabírané pixely podpisu k obsahu hraničního 
obdélníku. 
 Těžiště – bod o souřadnicích x,y daný rovnicemi 
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kde PV a PH jsou vertikální a horizontální projekce podpisu,  je oblast zabíraná pixely 
podpisu a M,N jsou šířka a výška podpisu. 
 Sklon úsečky spojující těžiště polovin – podpis je rozdělen na levou a pravou 
polovinu ve svém hraničním obdélníku. Vypočteme úhel mezi vodorovnou osou a 
myšlenou úsečkou spojující těžiště těchto polovin. 
 Maximum horizontálního a vertikálního histogramu – normalizované hodnoty 
maxim obou histogramů a jejich pozice. 
 Počet lokálních maxim – myšleno počet lokálních maxim v horizontálním a 
vertikálním histogramu 
 Počet koncových bodů hran – koncovým bodem hrany je takový bod, který má pouze 
jediného souseda patřícího do podpisu v 8-okolí bodu. 
 Příznaky mřížky – Podpis je ve svém hraničním obdélníku rozdělen na množství 
stejných buněk mřížkou. Pro každou buňku je daným postupem vypočítána její 
hodnota, například průměr pixelů v buňce. Výsledkem je potom matice hodnot, 
rozměrem odpovídající počtu buněk v mřížce. Zvolením jiného postupu určíme typ 
příznaku, který vypočteme. 
Prakash a Guru ve svém systému navrhují při extrakci příznaků následující postup: Obraz je 
nejdříve prahován a poté je nalezeno těžiště podpisu. Podpis je v tomto bodě svisle rozdělen na dvě 
části. Pro každou část je opět nalezeno těžiště, kterým jsou části rozděleny vodorovně. Takto se 
rekurzivně postupuje, než je dosaženo požadované hloubky dělení. Poté je sestaven orientovaný graf, 
v němž jsou uzly tvořeny těžišti a hrany úsečkami mezi nimi. Každý uzel tn v grafu je spojen hranou 
se všemi ostatními uzly. Nechť n je počet uzlů v grafu (= hloubka dělení). Pak je podpis 
reprezentován vektorem F: 
              nnnnijijnn dddddddF 11242423231113131212 ,...,,...,,,,...,,   ,  (9) 
kde dij je vzdálenost (délka hrany) mezi uzly ti a tj a ij je její úhel, pro 11  ni  a nj 1  a 
ji  . Takováto reprezentace podpisu se nazývá symbolická. Po výpočtu symbolické reprezentace 
testovaného a referenčního podpisu je verifikace rozhodnuta na základě úrovně fůze skóre (score level 
fusion). Pro detailní popis viz [25]. 
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Porovnání příznaků 
Porovnání příznaků probíhá prakticky stejně jako u online systémů, jenom jsou porovnávány jiné 
příznaky. Podle toho, zda se porovná bod po bodu nebo soubor příznaků jsou k dispozici různé 
techniky: neuronové sítě, borcení časové osy, skryté Markovovy modely, SVM a další. Popis těchto 
technik přesahuje rámec této práce. 
Vyhodnocení  
Metody vyhodnocení jsou prakticky stejné jako u online systémů. 
3.3 Analýza rukopisu 
Rukopis člověka má velmi blízko k jeho podpisu a přece je potřeba na obě biometrické vlastnosti 
nahlížet odlišně. Největší rozdíl je ve funkci – tedy k čemu se používá podpis a k čemu rukopis. 
Rukopis je (ačkoli v dnešní době by se o tom dalo diskutovat) používán jednoznačně častěji a za 
jiným účelem. Také jeho záběr je mnohem širší. 
Přesto se rukopis jako takový za známku pravosti nebo stvrzení smluv nepoužívá. K tomu 
účelu slouží samozřejmě podpis. Dalo by se říci, že podpis je jakousi projekcí rukopisu člověka za 
účelem vytvoření své osobité a jedinečné známky originality. Také diskriminační síla rukopisu je 
znatelně slabší, než je tomu u podpisu. Spousta lidí má velmi podobný rukopis a přesto jejich podpisy 
vypadají úplně jinak (základem podpisu je samozřejmě jméno autora). Zde je na místě otázka, zda má 
vůbec smysl automatická verifikace na základě rukopisu. Dostává se člověk do situací, kdy musí 
rozpoznávat cizí, případně svůj rukopis? Zřejmě ano, proto má smysl také automatická analýza 
rukopisu. 
Studium rukopisu a procesů tvorby ručně psaných textů zahrnuje široké spektrum vědeckých 
disciplín, jako jsou experimentální psychologie, vědy o neuronech, fyzika, informatika, antropologie, 
vzdělávání a forenzní zkoumání dokumentů. Porozumění tvorbě psaného písma pomáhá při návrhu a 
vývoji offline i online systémů. Analýza rukopisu, ač používající podobné techniky, se od analýzy 
podpisu mírně liší.  
V prvé řadě hraje roli fakt, že neporovnáváme dva podobné obrazy, ale styl křivek, jakým 
pisatel píše jednotlivé znaky textu a slova. Hlavní roli tedy hrají globální příznaky (viz dále). Pokud 
nepracujeme se systémem, který ručně psaný text rozpoznává (tedy „čte“), nemáme žádnou jistotu, 
zda porovnávané texty obsahují shodná slova nebo znaky. 
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Online analýza rukopisu 
Na úvod je třeba říci, že online systémy pro verifikaci rukopisu nemají téměř praktické užití. Když už 
pisatel má poskytnout vzorek svého rukopisu na speciální zařízení, je pro něj pohodlnější a pro 
přesnost systému výhodnější, když napíše svůj podpis. 
To však neznamená, že online systémy pracující s rukopisem nejsou k ničemu. Velký rozmach 
a široké komerční uplatnění představují systémy pro online rozpoznání rukopisu v reálném čase. Jsou 
to systémy, které převádějí ručně psaný text na znaky (např. ASCII), případně celá slova. V dnešní 
době již PDA a smartphony disponují dostatečnou výpočetní kapacitou a hardwarem pro 
implementaci takových systémů. Pro uživatele je často pohodlnější psát text přímo na display svého 
přístroje, který znaky ihned rozpoznává a ukládá například do zprávy nebo poznámek. Nemusí jít jen 
o prostý text, ale také kreslení jednoduchých schémat nebo matematických vzorců, které mohou být 
dále zpracovávány. Budoucí vývoj těchto systémů představuje velký potenciál jak pro výrobce, tak 
pro vývojáře. 
Techniky a metody těchto systémů však zdaleka překračují rámec této práce. 
Offline analýza rukopisu 
Jestliže online verifikace rukopisu nemá v praxi valné uplatnění, o offline systémech to říci nelze. 
Pokud máme k dispozici množství textu psaného ručně na papír (běžná situace), po převedení do 
digitální formy jej můžeme zkoumat. Jednak existují systémy, které se zabývají pouze 
charakteristikami napsaného písma, jednak systémy, které zkoumají stylistiku textu a identifikují 
autora podle jeho slohu. Ty však často nepracují přímo s psaným textem autora, ale spíše s jeho 
digitálním ekvivalentem (tedy text psaný na počítači, kterého je v dnešní době velké množství). Tyto 
systémy nejsou předmětem této práce. 
Praktické využití analýzy rukopisu hledejme všude tam, kde je potřeba zkoumat charakter 
písma autora. Příklady jsou podobné jako u zkoumání podpisu. Samotná verifikace pak může být 
součástí systémů pro identifikaci autora z rozsáhlé databáze rukopisů. 
Stejně jako u analýzy podpisu, je nutné před extrakcí příznaků obraz nějak zpracovat do 
vhodné podoby. Metody zpracování obrazu jsou velmi podobné. 
Globální příznaky 
Stejně jako u podpisu, vztahují se globální příznaky rukopisu k celému textu. Jsou to příznaky, které 
charakterizují rukopis, aniž by byly ovlivňovány jeho obsahem. Teoreticky bychom měli obdržet 
stejné hodnoty příznaků pro text, ve kterém pisatel opsal kapitolu z knihy a pro text, který je jen 
nesmyslnou posloupností znaků. 
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Pokud se člověk podívá na popsaný list papíru, je schopen rozpoznat některé příznaky 
rukopisu, aniž by rozuměl nebo byl schopen text přečíst. K takovým příznakům patří například sklon 
textu, hustota znaků, výška řádku a podobně. Tyto příznaky se nazývají strukturální. 
Offline systémy pracují podobně, jen množina příznaků je mírně odlišná, jelikož extrakce 
některých příznaků automaticky může být velmi obtížná. Naopak je možné získat takové statistické 
příznaky, které člověk ani nevnímá nebo by pro něj bylo velmi pracné je vypočítat. Obecně dělíme 
příznaky na dvě kategorie: příznaky z textury a dříve jmenované příznaky strukturální. Příznaky 
z textury jsou získány tak, že zkoumaný dokument je brán ne jako rukopis, ale jako prostý obraz, 
který je dál zpracován. Některé strukturální příznaky jsou uvedeny v tabulce 7. 
 
Strukturální příznaky rukopisu 
výška řádku sklon textu hustota textu 
směrové histogramy délkové histogramy horizontální projekce 
průměrná délka tahů kontury vertikální projekce 
Tabulka 7 
 Výška řádku – bereme-li v potaz texty psané latinkou zleva doprava na čistý papír, je 
výška řádku, potažmo vertikální rozměr písma, volen pisatelem. Jedná se tedy o 
charakteristiku rukopisu. Její výpočet se obvykle provádí analýzou horizontální 
projekce textu (horizontální histogram). 
 Sklon textu – přirozená vlastnost každého rukopisu je sklon znaků, které obsahují 
rovné úseky nebo dlouhé smyčky (např k,l,m,n,p,…). Sklon je brán jako úhel mezi 
rovnými úseky a vodorovnou osou a pohybuje se většinou v rozmezí od 30° (velmi 
šikmý text) až do 120° (opačný sklon). Někteří pisatelé bohužel nemají konzistentní 
sklon všech znaků v celém textu, což vede ke snížení diskriminační síly tohoto 
příznaku. 
 Hustota textu – celý text lze segmentovat na jednotlivá slova (analýzou vertikální a 
horizontální projekce). Každé napsané slovo vykazuje nějaký poměr mezi počtem 
pixelů slova a oblastí zabranou hraničním obdélníkem (viz Extrakce příznaků offline 
analýzy odpisu). Pisatelé, jejichž písmo je „široké“, napíší na jeden řádek méně znaků 
než lidé, kteří píší znaky natěsno. Těsné písmo bude mít zřejmě vyšší hodnoty tohoto 
poměru než písmo široké. S hustotou textu také souvisí mezera mezi jednotlivými 
řádky (pokud není papír linkovaný). Poměr mezi výškou řádku a mezerou mezi řádky 
je dalším charakteristickým znakem rukopisu. 
 Směrové histogramy – tento příznak je příkladem těch vlastností rukopisu, které 
člověk nerozpozná. Jde o reprezentaci distribuce jednotlivých směrů tahů, kterými byl 
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text napsán. Jednou z možných realizací je histogram Freemanova řetězcového kódu 
(viz kapitola Návrh řešení). 
 Délkové histogramy – podobně jako předchozí příznaky, tyto histogramy reprezentují 
rozložení délek rovných úseků. Alternativně je možné kombinovat s histogramem úhlů 
těchto úseků (viz kapitola Návrh řešení). 
 Horizontální projekce – každý řádek napsaného textu se promítne do tvaru 
horizontálního histogramu. Rozložení hustoty každého znaku má charakteristický tvar 
pro každý rukopis. Pokud jsou jednotlivé řádky dostatečně dlouhé, mají podobný tvar 
horizontálního histogramu. 
 Vertikální projekce – tvar vertikálního histogramu je pochopitelně ovlivněn délkou 
psaných slov, nicméně pokud je součástí systému rozpoznávání textu, můžeme 
porovnávat histogramy stejných slov nebo slabik, případně může tento histogram 
rozpoznávání napomáhat. Ve své metodě pro identifikaci pisatele jej používají Zois a 
Anastassopoulos, viz [30]. 
 Průměrná délka tahů – průměrná délka jednotlivých nalezených nepřerušovaných 
úseků textu. Tento příznak má slabou diskriminační sílu, ale u stejných rukopisů by 
měl mít podobné hodnoty. 
 Kontury – jedná se spíše o celou skupinu založenou na nalezení kontur textu a jejich 
další zpracování. Bensefia, Paquet a Heutte používají ve svém systému horní konturu 
slova pro segmentaci slova na grafémy (tj. nejmenší, dále nedělitelné jednotky textu). 
Pro popis jejich verifikačního systému viz [2]. 
Příznaky z textury jsou silně závislé na zvolené technice a reprezentaci těchto příznaků. Jedním 
příkladem jsou příznaky mřížky (viz Offline analýza podpisu). Velkou roli také hraje fáze zpracování 
obrazu. Není výjimkou, že původní obraz je jinak zpracován pro extrakci těchto i strukturálních 
příznaků. Například prahování (nebo jiná metoda převedení vstupu na binární obraz) nemusí být 
vůbec použito. Metody pro extrakci příznaků z textury zahrnují použití různých filtrů (např. 
Gaborových), vlnových transformací, výpočtů matic a spektrální analýzy. Jejich popis přesahuje 
rámec této práce. 
Po extrakci příznaků následuje fáze porovnání a vyhodnocení. Průběh je shodný s verifikací 
podpisu, proto nebudou tyto fáze dále popisovány. 
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4 Návrh řešení 
Tato kapitola popisuje návrh jednoduché aplikace pro offline verifikaci rukopisu. Jsou zde popsány 
metody a postupy, které jsou později implementovány. 
Výsledná aplikace bude na vstupu očekávat dva obrázky s ručně psaným textem. Jejím 
výstupem bude rozhodnutí, zda oba texty psal jeden pisatel. Mimo to bude aplikace poskytovat také 
statistiky související s porovnáváním a vyčíslení skóre porovnání. Grafické uživatelské rozhraní 
implementováno nebude, veškeré parametry bude program dostávat již při spuštění. Forma konzolové 
aplikace je také vhodnější pro hromadné zpracování nebo začlenění do skriptů. 
Vstupní obrázky by měly obsahovat pouze testovaný rukopis v dostatečné kvalitě a rozlišení 
(viz níže). Aplikace zpracuje po sobě nejdříve první a potom druhý obrázek. Postup je shodný a 
skládá se z těchto kroků: 
 Načtení vstupního obrázku 
 Hranová detekce pomocí Cannyho nebo Laplaceova hranového detektoru 
 Úprava hran 
 Nalezení tahů 
 Extrakce příznaků 
Po zpracování obrázků proběhne porovnání příznaků a vyhodnocení. Implementační detaily 
jednotlivých kroků jsou popsány dále v kapitole 5. Nyní bude následovat popis principu těchto kroků. 
Princip načtení obrázku je triviální, jeho detailní popis je proto vynechán. Schéma aplikace je 
znázorněno na obrázku 4.1. 
Obr. 4.1 Schéma aplikace 
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4.1 Hranová detekce 
Aplikace bude používat k verifikaci příznaky založené na hranách obrazu. Načtený obrázek je tedy 
předán jako vstup hranovému detektoru, který vrátí na výstupu nalezené hrany. Dále se pracuje pouze 
s těmito hranami, původní obraz se nepoužívá. 
Jak bylo popsáno výše, hranové detektory se liší v prezentaci nalezených hran i citlivosti na 
šum a podobně. Je nutné zvolit takový detektor, aby detekoval hrany rukopisu co nejpřesněji, úplně, 
ale zároveň ignoroval nežádoucí fragmenty obrazu. Aplikace bude využívat dva detektory. Primárně 
Cannyho hranový detektor a alternativně Laplaceův. Druhý zmiňovaný má tu výhodu, že jednotlivé 
čáry rukopisu, pokud nejsou příliš tlusté, prezentuje jako jednu hranu. Nevýhodou je pak vysoká 
citlivost na šum. Použití tohoto detektoru vyžaduje následnou úpravu hran. 
Cannyho detektor je robustnější, implementuje prahování s hysterezí a vrací binární obraz 
s konturami, které mají tloušťku 1 pixel (což je žádoucí). Nevýhodou může být dvojitá odezva na 
hranu, to znamená, že i tenký rukopis je prezentován dvojitou hranou. Tento fakt však nijak 
významně neovlivňuje zvolené příznaky. Rozdíl mezi detektory je patrný při porovnání obrázků 2.6 
a) a 2.7. Porovnání výkonnosti obou přístupů viz kapitola 6. 
4.2 Úprava hran (alternativa) 
Tento krok je nutný pouze v případě užití Laplaceova hranového detektoru. Upravuje obrázek tak, 
aby na výstupu obsahoval pouze jednopixelové hrany bez nežádoucích fragmentů. Snaží se, aby 
výstup více připomínal Cannyho detektor. 
Laplaceův hranový detektor nemá binární výstup. Hodnota jasu je počítána konvolucí a 
pohybuje se v běžném intervalu odstínů šedi 255,0 . Obrázky 4.2 a 4.3 ukazují původní obrázek a 
jeho prezentace po aplikaci Laplaceova detektoru. Na obrázku je patrný šum, několik nežádoucích 
fragmentů a tloušťka hrany na některých místech. 
 
Obr. 4.2 Vstupní obrázek (zvětšeno)  
 
Obr. 4.3 Výstup Laplaceova detektoru (zvětšeno) 
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Algoritmus úpravy hran pracuje se dvěma prahy t1 a t2. Princip je podobný jako u Cannyho 
detektoru. Obrázek je procházen bod po bodu, a pokud narazí na pixel s hodnotou vyšší než práh t1, 
uzná jej za hranu a prohledává jeho okolí. Pixel okolí je uznán za hranu, pokud je jeho hodnota vyšší 
než práh t2 a zároveň je vyšší než hodnota jeho sousedů (viz obr. 4.5 a)). Pixel je eliminován, pokud 
nevyhoví prahu t2. Výstup algoritmu ukazuje obr. 4.4. Šum pozadí byl zcela odstraněn a hrany byly 
zeštíhleny. 
 
Obr. 4.4 Obraz po úpravě hran (zvětšeno) 
 
 
Obr. 4.5 a) Příklad eliminace a uznání pixelu za hranu. Aktuální pixel je uprostřed, jeho hodnota jasu 
vyhovuje prahu t1 a je automaticky uznán za hranu. Pixel s hodnotou 190 (červený popisek) sice uspěje při 
porovnání s prahem t2, ale není vyšší než jeho sousedé a bude eliminován. Pixel s hodnotou 240 (modrý 
popisek) splňuje oba požadavky, bude tedy uznán za hranu a jeho hodnota nastavena na 255. Stejně tak uspěje i 
pixel s hodnotou 200 v pravém sloupci uprostřed. 
 
Obr. 4.5 b) Výsledek úprav 
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4.3 Nalezení tahů 
Tento krok je stěžejním bodem offline analýzy v aplikaci. Na vstupu očekává binární obraz 
s hranami, ve kterém se snaží nalézt jednotlivé tahy tak, jak je pravděpodobně pisatel napsal na papír. 
Tahem rozumíme jeden tah psací potřebou, to je od dotyku s papírem do zvednutí hrotu. 
Správné nalezení tahů je v offline analýze obtížnějším úkolem než u online analýzy, kde je 
přesná pozice hrotu vždy známa. Algoritmus pracuje tak, že prochází obrázkem bod po bodu a čeká 
na bílý pixel. Pokud na něj narazí, uloží jej do tahu, spočítá okolní bílé pixely a vybere jeden směr, 
kterým bude pokračovat. Původní pixel vymaže (sníží jeho jas na polovinu, takže je pro příště 
ignorován). Vybraný soused je rekurzivně podroben stejnému testu. Takto algoritmus postupuje, 
dokud nenarazí na koncový pixel (zjistí, že nemá kam pokračovat). Pokud je nalezený tah dostatečně 
dlouhý, je uložen do seznamu tahů a vyhledán další. Pixely jsou sledovány tak, aby byl původní směr 
pokud možno zachován, to znamená, že jako další pixel je vybrán ten, který ze zvoleného směru 
odbočuje nejméně. Zároveň je sledováno, zda je pixel součástí křižovatky. Za křižovatku je 
považován, pokud má sousedy ve směrech kolmých na původní směr. Pro lepší ilustraci viz obr. 4.6. 
Pokud je pixel křižovatkou, algoritmus jej ponechá bílý a pokračuje dále. Takto se postupuje proto, 
aby nebyly mazány pixely, které mohou být součástí více tahů nebo smyček, což je v případě 
rukopisu relativně často. 
 
Obr. 4.6 Příklad bílých pixelů nutných pro křižovatku. Zelená šipka označuje původní směr, tedy 
pixel, ze kterého se „došlo“ do křižovatky. Platí pochopitelně všechny varianty vzniklé rotací. 
. 
Celý postup má za následek, že jsou ignorovány shluky pixelů vzniklé při hranové detekci. 
Skrze shluk je vybrána jedna přímá cesta a zbytek je ignorován a později smazán. Výstup algoritmu je 
vidět na obr. 4.7 a 4.8. Takto nalezené tahy jsou připraveny k extrakci příznaků. 
 
Obr. 4.7 Jednotlivé nalezené tahy – každý má jiný odstín šedi (Laplace) 
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Obr. 4.8 Jednotlivé nalezené tahy – každý má jiný odstín šedi (Canny) 
4.4 Extrakce příznaků 
Posledním krokem analýzy obrázku je extrakce příznaků. Všechny předchozí kroky byly pouze 
přípravou dat. Příznaky, které budou zkoumány, jsou: 
 Histogram Freemanova řetězcového kódu 
 2D histogram délky a úhlu rovných segmentů 
 Výška řádků a mezer 
 Počet a průměrná délka tahů 
 Průměrná hustota slov 
Histogram Freemanova řetězcového kódu 
Všechny hrany v obrazu detekované hranovým detektorem jsou prezentovány jako řetězcové kódy a 
ukládány do seznamu hran. Histogram všech nalezených hran udává distribuci 8 možných směrů 
Freemanova řetězcového kódu v celém textu. Tento příznak přímo o podobě textu mnoho neříká, 
nicméně při porovnávání dvou textů slouží jako překvapivě dobrý první rozlišovací faktor. 
Histogram je vytvořen jednoduše průchodem seznamu nalezených tahů a čtením uložené 
informace Freemanova kódu. Výsledný histogram je normalizován dle celkového počtu hodnot. 
Normalizace zaručuje, že mohou být porovnány histogramy vzniklé z různého počtu hodnot. Příklad 
histogramu je na grafu 1.  
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Graf 1 Příklad histogramu Freemanova kódu pro ručně psaný text 
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HFK má tu výhodu, že se od určité délky vzorku rukopisu příliš nemění, což je samozřejmě 
žádoucí při porovnávání textů různé délky. 
Histogram délky a úhlu rovných segmentů 
Každý rukopis obsahuje ve svých tazích více či méně rovných segmentů, to je úseků, ve kterých se 
nijak významně nemění směr tahu. Délku a úhel těchto segmentů lze uložit do histogramu a použít 
jako další příznak textu. 
Každý nalezený tah je podroben zkoumání, zda obsahuje rovné úseky. Algoritmus postupně 
prochází všechny tahy a sleduje, jestli jsou „rovné“ – čte Freemanův řetězcový kód a všímá si, jestli 
tah sleduje přibližně stejný směr, tzn., jestli se nezměnila hodnota směru více než o 1. Zároveň se 
kontroluje rozdíl počátečního a koncového směru. Pokud je segment rozpoznán jako rovný, je 
vypočten pomocí souřadnic počátečního a koncového bodu úhel sklonu. Segment musí mít určitou 
minimální délku, aby byl brán v potaz, a to alespoň čtvrtinu výšky řádku. Ukázka nalezených 
segmentů je na obr. 4.9. 
 
Obr. 4.9 Tahy a odpovídající rovné segmenty 
 
Histogram délky a úhlu je dvourozměrný – jedna osa je tvořena možnými délkami segmentů a 
druhá jejich úhly. Délka segmentu je prezentována relativně vzhledem k výšce řádku. Je 
kvantifikována do čtyř možných intervalů: 25% - 49%, 50% - 74%, 75% - 99%, delší než 100%. Úhel 
nabývá hodnot od 0° do 180° a je rozdělen do úseků po dvaceti stupních. Výsledný histogram může 
po normalizaci vypadat jako v tabulce 8. 
 
 0°- 20° 21°- 40° 41°- 60° 61°- 80° 81°- 100° 101°- 
120° 
121°- 
140° 
141°- 
160° 
161°- 
180° 
25%-
49% 12.43673 7.736804 9.833695 6.362979 9.182936 7.013738 7.158351 8.676790 8.893709 
50%-
74% 2.458424 0.867679 2.169197 1.518438 2.964570 1.807664 1.446132 1.373825 3.398409 
75%-
99% 0.216920 0.000000 0.939986 0.000000 1.084599 0.506146 0.216920 0.216920 0.433839 
100% 
a více 0.072307 0.000000 0.144613 0.000000 0.506146 0.144613 0.000000 0.072307 0.144613 
Tabulka 8 Příklad dvourozměrného histogramu délek a úhlů rovných segmentů 
 39 
Z histogramu jde mimo jiné vyčíst také pravděpodobný sklon textu. Histogram v tabulce byl 
vytvořen z textu na obrázku 4.10. Sklon tohoto rukopisu je kolmý, pohybuje se v intervalu 90° až 
110°. Hodnoty v tabulce skutečně odpovídají tomuto sklonu, neboť delší segmenty mají největší 
zastoupení právě v tomto rozmezí. Druhým nejčastějším intervalem je 41°- 60°. Tvoří ho hlavně 
segmenty písmen „m“ a „n“, kterých je v textu mnoho. 
 
Obr. 4.10 Vzorek rukopisu 
 
Aby mělo smysl vytvářet vůbec dvourozměrné histogramy, je možné použít na jejich řádky či 
sloupce různé váhy pro zvýraznění nebo potlačení některých hodnot. U histogramu délek a úhlů se 
nabízí použít různé váhy pro kategorie délek (pro řádky tabulky). Delší rovné segmenty budou mít 
zřejmě větší vypovídací hodnotu o charakteru rukopisu než kratší. Také fakt, že je jich z principu 
nalezeno méně si žádá větší váhu jejich hodnot. O použití vhodných vah se blíže hovoří v kapitole 6. 
 
Výška řádků a mezer 
Pro správný výpočet histogramu délky a úhlu je potřeba znát výšku řádku. Výškou řádku rozumíme 
odhadovanou výšku psaných písmen. Je ovlivněna počtem velkých a malých písmen na řádku, 
nicméně lze vyčíst jistou průměrnou hodnotu. Pokud není na linkovaném papíře, je výška řádku a 
mezera mezi řádky jedním z markantních příznaků textu. 
Zjištění výšky řádku je provedeno relativně jednoduchou analýzou horizontálního histogramu 
textu. Pro každý řádek obrázku, myšleno v rozměru pixelů, je spočítáno, kolik bílých pixelů na něm 
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leží. Příklad je na obrázku 4.11, spočítán pro rukopis z obr. 4.10. Histogram je poté prahován. 
Všechny hodnoty pod určitý práh (malý) jsou vynulovány, ostatní ponechány. 
Řádky textu vytvářejí v histogramu charakteristické „boule“, které je potřeba od sebe odlišit. 
Analýza histogramu spočívá v nalezení začátku a konce každé této boule. Algoritmus sleduje hodnotu 
histogramu, a když překročí určený práh (1/40 šířky textu), označí jej za počátek řádku. Dál sleduje 
hodnoty histogramu, dokud nespadnou pod jistý práh a tím určí konec řádku. Rozdíl těchto dvou 
hodnot je považován za přibližnou výšku řádku. Mezery mezi řádky jsou vypočítány jako rozdíl 
počátku řádků a výšky řádků. 
Problém může nastat v případech, kdy pisatel dělá malou mezeru mezi řádky a/nebo text 
obsahuje větší množství velkých písmen nebo písmen s horním a dolním přesahem (k, l, f, h, d, b, g, 
y, j, p). V takovém případě se boule histogramu přiblíží na tolik k sobě, že hodnota mezi nimi 
nespadne pod požadovaný práh a je navíc často velmi nepravidelná. Algoritmus se snaží řešit tyto 
případy sledováním lokálních minim a detekcí více lokálních maxim (vrcholů boule) v jednom řádku. 
Příklad takového rukopisu a jemu odpovídajícího histogramu je na obr. 4.13.   
 
Obr. 4.11 Horizontální histogram tahů. Je patrné, že každý řádek textu tvoří v histogramu 
charakteristickou „bouli“. 
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Obr. 4.12 Analýza histogramu prvních dvou řádků textu a zjištěná výška řádku. Histogram byl 
prahován. Zjištěná výška řádků se liší, proto je ve výsledku použita průměrná hodnota. Rozdílnou výšku 
způsobuje vyšší počet písmen s dolním přesahem v druhém řádku. Kóta „s“ označuje počítanou mezeru mezí 
řádky. 
 
 
 
Obr. 4.13 Rukopis s nejasným rozdělením řádků a histogram řádků 
Po prozkoumání celého textu algoritmus vrátí počet řádků a aritmetický průměr zjištěné výšky 
řádku. 
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Průměrná délka tahů 
Tvar jednotlivých znaků, tak jak je pisatel píše, má charakteristickou odezvu v podobě nalezených 
tahů. Krom již popsaného zjišťování jejich tvaru a sklonu je jedním příznakem také jejich průměrná 
délka. Výpočet tohoto příznaku je dle očekávání jednoduchý. Spočívá v projití seznamu tahů a 
spočítání aritmetického průměru délky všech tahů. 
Průměrná hustota slov 
Tento příznak se vztahuje k rozměrům textu, přesněji jednotlivých slov. Ke každému slovu je nalezen 
hraniční obdélník a poté spočítán podíl počtu pixelů tvořících slovo a obsahu hraničního obdélníku. 
Slova jsou nalezena pomocí vertikálního histogramu pro každý řádek textu. 
4.5 Porovnání příznaků 
Po extrakci všech výše popsaných příznaků z obou vstupních obrázků přichází na řadu jejich 
porovnání, aby bylo možné vyhodnotit výsledky a rozhodnout verifikaci. Budou provedeny dva druhy 
porovnání: výpočet rozdílů mezi příznaky a pomocí SVM klasifikátoru. 
Výpočet rozdílu příznaků je realizován použitím vhodné matematické metody. Výsledkem 
každého porovnání je nějaká číselná hodnota reprezentující rozdíl příznaků, na jejímž základě bude 
rozhodnuto o podobnosti rukopisů. 
SVM klasifikátor rozhoduje na základě hodnot vstupních vektorů. V případě aplikace bude 
jako vstup klasifikátoru sloužit vektor rozdílů histogramů. Na základě tohoto vektoru klasifikátor 
rozhodne, zda patří do třídy shoda nebo neshoda. 
Výpočet rozdílů 
Každý příznak je reprezentován jednou nebo více číselnými hodnotami. Je potřeba zvolit vhodnou 
matematickou metodu na porovnání těchto hodnot a výpočet rozdílu. Také je potřeba uvážit, jakou 
váhu jednotlivé příznaky mají a podle toho správně rozhodnout výsledek verifikace. 
Výpočet můžeme rozdělit na dvě kategorie podle typu příznaků. První je porovnání histogramů 
a durhou porovnání skalárních hodnot. 
Porovnání histogramů 
Metod na porovnání histogramů je celá řada. V aplikaci bude použito pouhé měření rozdílů a jejich 
součet dle vzorce 

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i
ii hh
1
21
 ,        (8) 
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kde n je počet prvků histogramu a 
21 , ii hh je i-tý prvek prvního, resp. druhého histogramu. 
Tento vzorec prakticky jen sčítá rozdíly histogramů. Pokud se jediná hodnota liší více než ostatní, 
ovlivní významněji výsledek, což může a nemusí být žádoucí jev. Alternativou je výpočet efektivní 
hodnoty (Root Mean Square) dle vzorce 
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kde n je počet prvků histogramu a 
21 , ii hh je i-tý prvek prvního, resp. druhého histogramu. 
Protože se jedná o průměr hodnot, nemá jedna větší odchylka tak velký vliv na výsledek. Vzorce (8) i 
(9) lze úspěšně aplikovat také na porovnávání dvourozměrných histogramů. 
Výsledkem je tedy jediná číselná hodnota, která reprezentuje celkový rozdíl dvou histogramů. 
Pokud porovnáme histogramy Freemanova kódu a histogramy délek a úhlů a oba výsledky vyneseme 
do grafu, můžeme vidět rozdělení stejných a odlišných rukopisů (viz graf 2). 
Porovnání skalárních hodnot 
Jedná se o jednoduché porovnání dvou desetinných čísel, například průměrné délky tahu. Otázkou 
zůstává, jakou váhu tyto příznaky mají. Zda je velká rozdílnost skutečně znakem porovnání dvou 
rozdílných rukopisů nebo je přirozeným jevem pro různé texty stejného rukopisu. 
Pro získání procentuální rozdílnosti průměrných délek tahů je použit vzorec 
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kde l1 a l2 jsou průměrné délky tahů u prvního a druhého rukopisu. Vzorec vyjadřuje podíl 
rozdílu obou délek k jejich průměru. 
SVM Klasifikátor 
Aplikace definuje dvě třídy (1 a -1) reprezentující shodu a neshodu zkoumaných rukopisů. Třídy jsou 
definovány příznakovými vektory o 44 prvcích. Prvních 8 prvků představuje Freemanův histogram, 
dalších 36 histogram délek a úhlů.  
Klasifikátor bude natrénován pomocí vektorů představujících rozdílné a shodné rukopisy. 
Hodnoty vektorů budou představovat rozdíly hodnot v histogramech, nebudou to tedy přímo hodnoty 
histogramů. Vektory reprezentující shodné rukopisy budou mít hodnoty velmi blízko nule oproti 
vektorům reprezentujících rukopisy rozdílné. U těchto jsou žádoucí co největší hodnoty. Příklady 
obou vektorů vypadají následovně: 
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1 0.007529 0.000623 0.000633 0.000399 0.003407 0.001657 0.017130 0.007464 
0.021041 0.017020 0.014589 0.000262 0.017824 0.009408 0.009520 0.025848 
0.028729 0.002301 0.000075 0.012382 0.002431 0.002431 0.002544 0.004882 
0.002357 0.005387 0.005087 0.002506 0.000019 0.005013 0.004975 0.002525 
0.002469 0.002506 0.002600 0.002600 0.002506 0.002506 0.002506 0.000000 
0.000000 0.002506 0.002488 0.010119 
 
-1 0.030329 0.028653 0.093949 0.107401 0.045669 0.235835 0.022810 0.055669 
0.067112 0.082181 0.099984 0.067268 0.009807 0.045440 0.059311 0.086153 
0.118895 0.006421 0.026699 0.050780 0.026699 0.004715 0.002357 0.012177 
0.019900 0.047133 0.009950 0.005236 0.010601 0.007853 0.000260 0.000130 
0.004975 0.000000 0.012438 0.012438 0.000000 0.002618 0.000000 0.000000 
0.000000 0.000000 0.002488 0.012438 
 
Čsíla 1 a -1 značí příslušnost vektoru do třídy. Pro lepší představu rozdílnosti obou vektorů viz 
graf 2. 
 
Graf 2 Průběh hodnot trénovacích vektorů 
 
Klasifikátor na základě vstupního vektoru rozdílů rozhodne o příslušnosti do třídy 1/-1. Před 
tím, než bude vektor předán na vstup klasifikátoru, je potřeba upravit rozsah hodnot. Klasifikátor 
pracuje lépe, pokud jsou všechny hodnoty normalizovány na nějaký rozsah. V aplikaci bude tímto 
rozsahem interval 1,1 . 
4.6 Vyhodnocení 
Vyhodnocení výsledků porovnávání je finálním krokem verifikace. Aplikace rozhodne, do které ze 
tříd shoda/neshoda/nejistota výsledky spadají. 
 45 
Jak je vidět na grafu 3, jasnou hranici mezi třídou shodných a neshodných rukopisů není možné 
stanovit. Proto je vhodné definovat třídu výsledků představujících rukopisy, které na základě 
získaných příznaků aplikace nedokáže s dostatečnou jistotou klasifikovat do třídy shoda/neshoda. 
Pro samotnou klasifikaci budou definovány prahy tm a tn, které rozdělí prostor výsledků na tři 
intervaly, viz tabulka 9. 
 
Interval mt,0   nm tt ,  ,mt  
Třída shoda nejistota neshoda 
Tabulka 9 Rozdělení výsledků do tříd podle intervalu 
 
Prahy je nutné nastavit tak, aby intervaly správně pokrývaly maximum skutečných výsledků. 
Příliš nízký práh tm způsobí, že aplikace bude přijímat téměř nulový počet neshodných rukopisů jako 
shodné (hodnota FAR bude velmi nízká), ale značné množství shodných rukopisů bude odmítnuto 
jako neshodné (hodnota FRR rapidně vzroste). Také interval nejistoty by neměl být příliš široký, aby 
aplikace byla schopna vůbec něco klasifikovat a být tak užitečná. Každý příznak samozřejmě 
vyžaduje vlastní nastavení prahů. 
Aplikace bude primárně rozhodovat na základě porovnání histogramu Freemanova kódu a 
histogramu délek a úhlů. Rozdíl histogramů bude počítán dle vzorce (8). Nechť Δf je rozdíl 
histogramu Freemanova kódu a Δal je rozdíl histogramu délek a úhlů, potom je každému porovnání 
přiřazen bod x v kartézské soustavě souřadnic se souřadnicemi x[Δf, Δal]. Jako shodné budou brány ty 
rukopisy, jejichž porovnání bude přiřazen bod ležící pod křivkou definovanou rovnicí 
mmm stxky 
2)(  .       (11) 
Jako práh tedy není volena různá hodnota pro oba příznaky, ale křivka rozdělující 
dvourozměrný prostor. Stejně tak je zvolena druhá křivka definovaná rovnicí 
nnn stxky 
2)(  ,       (12) 
která nad sebou vymezuje oblast rozdílných rukopisů. Koeficienty k, t, s ovlivňují tvar a 
umístění křivky. Oblast mezi těmito křivkami prezentuje třídu nejistého rozhodnutí. Rozdělení oblastí 
a distribuce bodů měření je patrná v grafu 3. Konkrétní nastavení koeficientů je diskutováno 
v kapitole 6. 
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Graf 3 Rozdělení prostoru na oblasti shoda/nejistota/neshoda a body porovnání. Modrá křivka 
označuje horní hranici pro přijetí rukopisu (tm), červená křivka dolní hranici pro nepřijetí (tn). Mezi křivkami 
leží oblast nejistoty. Modré body označují porovnání shodných rukopisů, červené rozdílných. 
 
Po porovnání histogramů aplikace rozhodne, do které třídy výsledky spadají a oznámí to na 
výstupu. Rozdíly ostatních příznaků mají nižší váhu. Jsou brány v potaz pouze v případě, že hodnota 
alespoň dvou z nich překročí stanovený práh. Výsledek verifikace je pak změněn na -1. 
Průměrná délka nalezených tahů by se měla u stejných rukopisů lišit jen málo. Bohužel 
nastávají případy, kdy dva naprosto rozdílné rukopisy mají téměř stejnou průměrnou délku tahů. 
Tento příznak proto nemůže mít při rozhodování o výsledku verifikace velkou váhu. 
Podobně je na tom poměr výšky řádku a mezery mezi řádky. Tento příznak je ovlivněn 
papírem, rychlostí, podložkou a dalšími faktory. Pokud je text napsán na čistém prázdném papíře, 
bude mít pravděpodobně jiné rozložení než text psaný jako poznámka na malý kousek papíru nebo 
text vtěsnaný na malou plochu papíru (například kvůli nedostatku místa). Pokud však porovnáváme 
rukopisy získané za stejných podmínek, může tento poměr přispět ke zpřesnění verifikace. 
Výsledný výstup aplikace bude prostý text obsahující tyto výsledky: 
 Rozdíl histogramů a tomu odpovídající zařazení do třídy shoda/nejistota/neshoda 
 Výstup SVM klasifikátoru 
 Rozdíl hustoty slov 
 Rozdílnost průměrné délky tahů 
 Rozdíl podílu výšky řádků a mezery mezi řádky 
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5 Implementace 
V této kapitole jsou popsány detaily implementace aplikace navržené v kapitole 4. Aplikace má 
konzolovou podobu a ovládá se pouze pomocí vstupních parametrů. Verifikace probíhá pouze formou 
porovnání dvou vstupních obrázků, uživatel nezadává žádné identifikační údaje, podle kterých by byl 
v databázi vyhledán příslušný referenční rukopis a porovnán s testovaným. Aplikace není 
biometrickým systémem, implementuje pouze verifikační část. 
Zdrojové kódy jsou rozděleny do dvou hlavních souborů: verify.c a functions.c. První 
z nich je program pro verifikaci dvou vzorků rukopisu a volá funkce z druhého souboru. Ten obsahuje 
zdrojové kódy funkcí pro zpracování obrazu, extrakci a porovnání příznaků. Funkce jsou formovány 
do podoby statické knihovny a lze je začlenit do jiných aplikací a použít jejich výstupy pro vlastní 
potřebu. Aplikace je napsána v jazyce C a používá volně dostupné knihovny OpenCV a LIBSVM. 
Aplikace byla vyvinuta a testována v operačním systému Windows XP. 
5.1 Knihovny a nástroje 
Aplikace využívá dvě externí knihovny pro funkce práce s obrazem a SVM klasifikátor. Knihovna 
OpenCV (Open Computer Vision Library) je volně dostupná grafická knihovna původně vyvíjená 
společností Intel. Má bohatou zásobu funkcí pro zpracování obrazu, počítačové vidění, ale také 
tvorbu jednoduchého grafického uživatelského rozhraní a práci s grafickými formáty. V aplikaci jsou 
využívány funkce pro práci se vstupním a výstupním formátem obrazu a Cannyho hranový detektor 
(další funkce už využívají jen datové struktury knihovny). 
LIBSVM je integrovaný software pro SVM klasifikaci (C-SVC, ν-SVC), regresi (ε-SVR, ν-SVR) 
a odhad distribuce (one-class SVM). V aplikaci je využit pro implementaci SVM klasifikátoru, a to 
přímo začleněním zdrojových kódů, nikoliv linkováním knihovny. 
5.2 Parametry a formát vstupu 
Aplikace nenabízí žádné grafické uživatelské rozhraní ani nastavování parametrů za běhu. Uživatel 
musí zadat všechny požadované parametry při spuštění programu. Nezadané parametry budou mít 
svoji výchozí hodnotu. 
Jediné nutné vstupní parametry jsou jména dvou souborů s obrázky rukopisu pro verifikaci. Při 
absenci těchto parametrů program skončí, aniž provede jakoukoli činnost. Nepovinné parametry 
ovlivňují volbu zpracování obrazu a výstup programu. Formát vstupních parametrů vypadá takto: 
 
verify.exe obrazek1 obrazek2 [model] [-s] [-l] 
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 model jméno souboru s modelem pro SVM klasifikátor 
 -s program na výstupu uvede podrobné statistiky a výsledky porovnání rukopisů 
 -l program použije při zpracování obrazu Laplaceův operátor a úpravu hran. 
 
Při použití výchozích hodnot je při zpracování obrazu použit Cannyho hranový detektor a 
výstup programu je jediná číselná hodnota -1/0/1 reprezentující výsledek verifikace 
neshoda/nejistota/shoda. Také není použit SVM klasifikátor. Modely pro SVM klasifikaci jsou 
součástí aplikace a uživatel se může rozhodnout, který předá aplikaci pro vstup SVM klasifikátoru. 
5.3 Verifikace 
V této části budou popsány kroky aplikace tak, jak probíhá verifikace rukopisů popsána v kapitole 3. 
Jádrem aplikace je program verify, který načítá obrázky a volá potřebné funkce ze souboru 
functions.c. Jednotlivé kroky verifikace tedy zhruba odpovídají toku programu verify. 
Získání dat 
Na vstupu program očekává jako parametry jména dvou souborů s obrázky obsahující rukopis 
s dostatečným rozlišením a kvalitou. Program zpracuje jakékoli dva obrázky v podporovaném 
formátu a bude s nimi zacházet, jako by obsahovaly rukopis.  
Obrázky jsou načteny pomocí funkce cvLoadImage () do datové struktury IplImage. 
Podporované formáty obrázků jsou: 
 Windows bitmaps - BMP, DIB 
 JPEG files - JPEG, JPG, JPE 
 Portable Network Graphics - PNG 
 Portable image format - PBM, PGM, PPM 
 Sun rasters - SR, RAS 
 TIFF files - TIFF, TIF 
Pokud jsou vstupní parametry neplatné, žádné nebo pokud soubory nelze otevřít, program 
neudělá nic a skončí. Struktura IplImage je základní strukturou v OpenCV pro práci s obrázky. 
Funkce cvLoadImage() do ní uloží informace o obrázku a zpřístupní jeho data. Struktura je 
definována takto: 
typedef struct _IplImage 
{ 
    int  nSize; 
    int  ID; 
    int  nChannels; 
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    int  alphaChannel; 
    int  depth; 
    char colorModel[4]; 
    char channelSeq[4]; 
    int  dataOrder; 
    int  origin; 
    int  align; 
    int  width; 
    int  height; 
    struct _IplROI *roi; 
    struct _IplImage *maskROI; 
    void  *imageId; 
    struct _IplTileInfo *tileInfo; 
    int  imageSize; 
    char *imageData; 
    int  widthStep; 
    int  BorderMode[4]; 
    int  BorderConst[4]; 
    char *imageDataOrigin; 
} 
IplImage; 
Užitečné informace jsou mimo jiné počet kanálů (nChannels), šířka (width), výška (height) a 
data obrázku (imageData). Další dva kroky jsou pro oba obrázky shodné. 
Příprava dat 
Přípravou dat se v aplikaci rozumí odstranění šumu, segmentace a hranová detekce. Pokud je použit 
Cannyho hranový detektor, zastane všechny tyto kroky sám. Cannyho hranový detektor je 
implementován v OpenCV funkcí cvCanny(). Pro detailní popis funkce viz [OpenCV online 
reference]. Pokud je pro hranovou detekci použit Laplaceův operátor (funkcí laplace()), je jeho 
výstup ještě upraven funkcí refineEdges(). Popis principu této funkce je v kapitole 4.2. 
Extrakce příznaků 
Jako první se na binárním obrazu s hranami hledá počet řádků a jejich rozměry. Volá se funkce 
structuralFeatures(), která provede horizontální projekci hran a poté analyzuje vzniklý 
histogram. Také nalezne jednotlivá slova a vytvoří hraniční obdélníky, pomocí nichž spočítá hustotu 
slova. Funkce vrací strukturu obsahující průměry výšky řádku, velikosti mezery mezi řádky a hustoty 
slov. První dvě hodnoty jsou pak v hlavním programu dány do podílu a prezentovány jako jeden 
z příznaků rukopisu. 
Program poté inicializuje lineární seznam list pro uložení tahů a volá funkci 
findStrokes(). Ta projde celý obraz a najde v něm tahy tak, jak byly pravděpodobně napsány 
(viz kapitola 4.2). Tahy vrátí v lineárním seznamu, který je dynamicky sestaven dle počtu nalezených 
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tahů. Seznam tahů, tahy a jednotlivé body tahů jsou ukládány do struktur, jež jsou definovány 
v souboru functions.h: 
 bod tahu: 
typedef struct line_point { 
    struct line_point *next; 
    int x; 
    int y; 
    int chain; 
} *point; 
Do čísel x a y je uložena pozice bodu, do čísla chain hodnota Freemanova řetězcového kódu 
a struktura next je ukazatel na další bod. 
 tah: 
typedef struct line_element { 
    struct line_element *next; 
    point first; 
    int length; 
} *line; 
Do čísla length je uložena délka tahu, tj. z kolika bodů je tah složen. Bod first je prvním 
bodem tahu a struktura next je ukazatel na další tah. 
 seznam tahů: 
typedef struct { 
    line first; 
} list; 
Seznam tahů obsahuje pouze ukazatel na první tah seznamu. Program poté spočítá průměrnou 
délku nalezených tahů ze součtu délky všech tahů a jejich počtu pomocí funkcí linesLength() a 
countLines(). 
Seznam tahů je předán funkci histogram(), která sestaví a normalizuje histogram 
Freemanova řetězcového kódu a vrátí ukazatel na pole jeho hodnot. Histogram délky a úhlů rovných 
úseků je sestaven ve funkci analyzeCode(), která je volána vzápětí. Tímto končí extrakce 
příznaků pro první vstupní obrázek, druhý je zpracován stejným postupem a hodnoty všech příznaků 
jsou uloženy. 
Porovnání 
Porovnání probíhá v souladu s popisem v kapitole 4.2. Rozdíly histogramů jsou počítány ve funkcích 
histogramDistance() a histogram2DDistance(). Porovnání skalárních hodnot je 
prováděno přímo v těle programu. 
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Vyhodnocení 
Primárním diskriminačním faktorem jsou rozdíly histogramů. Tyto hodnoty jsou porovnány se dvěma 
křivkami rozdělujícími prostor výsledků na třídy shoda/nejistota/neshoda. Podle toho je hodnota 
výstupu porovnání -1/0/1. Pokud je zvolena také klasifikace pomocí SVM klasifikátoru, je funkci 
predict() předán normalizovaný vektor s hodnotami rozdílů obou histogramů. Normalizace 
vektoru je provedena pomocí funkce scaleVector(). Funkce predict() je převzata 
z LIBSVM balíku a upravena pro potřeby aplikace. Jejím výstupem je hodnota 1/-1 podle výsledku 
klasifikace. 
5.4 Výstupy 
Program na výstupu vypíše výsledek porovnání hodnot a výsledek klasifikace pomocí SVM 
klasifikátoru. Pokud je pomocí parametru zvolen podrobný výpis statistik, vypíše před výsledek 
rozhodnutí číselné hodnoty rozdílů jednotlivých příznaků. Výstup sestává z pěti desetinných a dvou 
celých čísel (pokud je použit SVM klasifikátor) f1 f2 f3 f4 f5 i1 i2, které po řadě 
odpovídají hodnotám: 
 rozdílu histogramu Freemanova řetězcového kódu 
 rozdílu histogramu délek a úhlů rovných segmentů 
 rozdílu poměru výšky řádku k mezeře mezi řádky 
 procentuálního rozdílu průměrné délky tahů 
 rozdílu průměrné hustoty slov 
 výstupu SVM klasifikátoru (hodnota -1/1) 
 rozhodnutí na základě porovnání příznaků (hodnota -1/0/-1) 
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6 Výsledky 
Výsledky testování a nastavování aplikace budou popsány v této kapitole. V první části bude na 
grafech ukázáno rozložení a průběh hodnot některých příznaků, ze kterých byly pak odvozeny prahy 
a nastavení aplikace pro co nejlepší výsledky verifikace. Statistiky a výsledky na testovací sadě 
vstupů jsou uvedeny ve druhé části kapitoly. 
6.1 Analýza příznaků 
Před nastavením rozhodovacích prahů a vah jednotlivých příznaků bylo třeba zajistit sadu vzorků 
rukopisu (tato sada bude označena jako trénovací). Z těchto rukopisů byly extrahovány příznaky a 
jejich hodnoty dále vyhodnocovány.  
Trénovací sada byla sestavena ze vzorků rukopisu z internetové databáze IAM Handwriting 
Database. Sada obsahovala 136 vzorků od 46 pisatelů. Každý pisatel byl zastoupen 2-6 vzorky 
rukopisu o průměrné délce 65 slov, což odpovídá zhruba jednomu odstavci tištěného textu. Všechny 
texty byly do digitální formy převedeny pomocí stejného scanneru, což zaručuje stejnou kvalitu 
vstupních obrazů. 
Vzorky trénovací sady byly porovnány každý s každým (vyjma shodných vzorků) s předem 
známou informací o pisateli. Proběhlo tak zhruba 9100 porovnání, z nichž asi 300 představovalo 
porovnání shodných rukopisů. 
Histogramy 
Výsledky 2000 porovnání obou histogramů rukopisů (z toho 80 shodných) jsou znázorněny na grafu 
4 a) a grafu 4 b). Každý bod představuje jedno porovnání. Pozice bodu je na ose x určena rozdílem 
histogramu Freemanova kódu a na ose y rozdílem histogramu délek a úhlů. Modré body odpovídají 
porovnání shodných rukopisů a červené rozdílných. Graf 4 a) ukazuje rozložení výsledků při použití 
Cannyho hranového detektoru a graf 4 b) při použití Laplaceova operátoru. Testy prokázaly, že 
váhování histogramu délek a úhlů nemá na přesnost ani rozložení výsledků významný vliv, takže bylo 
vypuštěno. 
Na grafech jsou dobře patrné shluky modrých i červených bodů a rozdíl rozložení podle 
metody zpracování obrazu. Bohužel od sebe oba shluky nejsou jasně odděleny, tedy nemůžeme 
přesně určit hranici rozdělující shodné a rozdílné rukopisy (alespoň na základě těchto dvou příznaků). 
S jistotou však můžeme určit hranici, za kterou už jsou rukopisy velmi pravděpodobně odlišné a 
opačně i hranici shody. Oblast mezi těmito hranicemi odpovídá třídě nejistoty rozhodnutí. Použití 
metody zpracování obrazu výsledky nijak výrazně neovlivňuje. U Cannyho detektoru je patrné, že 
modrý shluk je výrazně kompaktnější a celkově jsou hodnoty na ose y menší. 
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Graf 4 a) Výsledky porovnání dvojic rukopisů vyjádřené rozdíly Freemanova histogramu a 
histogramu délek a úhlů při použití Cannyho hranového detektoru 
 
Graf 4 a) Výsledky porovnání dvojic rukopisů vyjádřené rozdíly Freemanova histogramu a 
histogramu délek a úhlů při použití Laplaceova operátoru 
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Ostatní příznaky 
Ostatní příznaky popsané v kapitole 6 již nemají takovou diskriminační sílu, a proto jejich hodnota 
není primárním rozhodovacím faktorem. Tento fakt je zřetelný na grafech 5 a), b). Na 350 
porovnáních (prvních 80 byly shodné rukopisy) byly sledovány hodnoty jejich rozdílů. Shodné 
rukopisy sice vykazují průměrně nižší hodnoty rozdílnosti, ale stejně jako nemalé množství rukopisů 
rozdílných. 
Z toho můžeme vyvodit, že pokud je hodnota rozdílu těchto příznaků vysoká, porovnáváme 
pravděpodobně rozdílné rukopisy. Můžeme tedy zvolit jistý práh, jehož překročení značí vyšší 
rozdílnost rukopisů. Graf 6 potvrzuje, že průměrné hodnoty shodných a rozdílných rukopisů se liší. 
Také ukazuje, že rozdíly v hustotě slov jsou tak malé, že tento příznak je nepoužitelný. 
 
Graf 5 a) Průběh hodnot rozdílů příznaků při použití Cannyho detektoru 
 
 
Graf 5 b) Průběh hodnot rozdílů příznaků při použití Laplaceova operátoru 
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Graf 6 Průměrné hodnoty rozdílů všech příznaků u shodných a rozdílných rukopisů 
6.2 Výsledky porovnání příznaků 
Testovací sadu tvoří 57 vzorků rukopisu od 21 pisatelů. Vzorky jsou převzaty z databáze IAM 
Handwriting Database. Testování spočívalo v celkovém počtu přes 1650 porovnání, z nichž 60 
tvořilo dvojice shodných rukopisů. Výsledky pro použití Cannyho detektoru i Laplaceova operátoru 
jsou uvedeny v tabulce 10 spolu s nastavením parametrů rozdělujících křivek. Hodnota FRR je 
počítána zjednodušeně pouze jako podíl chybně zamítnutých vzorků a celkový počet shodných 
vzorků. 
 
Zpracování obrazu: Cannyho hranový detektor 
 Počet vzorků Přijato Zamítnuto Nerozhodnuto 
Shodné 61 58 / 95,08% 2 / 3,28% 1 / 1,64% 
Rozdílné 1591 64 / 4,02% 1485 / 93,34% 42 / 2,64% 
Celkem 1652 122 / 7,38% 1487 / 90,01% 43 / 2,60% 
parametry rozhodnutí tm: k: -5,7  t: 0,03 s:0,45 
parametry rozhodnutí tn: k: -5,7  t: 0,02 s:0,47 
FAR: 4,02% (64/1591) 
FRR: 3,28% (2/61) 
Vyhodnocení Správně Chybně Nerozhodnuto 
Celkem 1543 / 93,40% 66 / 4,00% 43 / 2,60% 
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Zpracování obrazu: Laplaceův operátor 
 Počet vzorků Přijato Zamítnuto Nerozhodnuto 
Shodné 67 54 / 80,60% 10 / 14,93% 3 / 4,47% 
Rozdílné 1603 42 / 2,62% 1537 / 95,88% 24 / 1,50% 
Celkem 1670 96 / 5,75% 1547 / 92,65% 27 /1,60% 
parametry rozhodnutí tm: k: -5,73  t: 0,02 s:0,45 
parametry rozhodnutí tn: k: -5,78  t: 0,01 s:0,47 
FAR: 2,62% (42/1603) 
FRR: 14,91% (10/67) 
Vyhodnocení Správně Chybně Nerozhodnuto 
Celkem 1591 / 95,27% 52 / 3,11% 27 / 1,62% 
Tabulka 10 Výsledky testování aplikace při rozhodování na základě příznaků 
 
Výsledky v tabulkách ukazují lepší výsledky pro Cannyho hranový detektor. Sice má horší 
hodnotu FAR, ale hodnota FRR je značně lepší. Laplaceův operátor se pravděpodobně lépe hodí na 
obrázky s rukopisem, který je psaný tenkým perem. Jeho hrany jsou pak přesnější. Cannyho detektor 
je robustnější a dokáže lépe zpracovat také obrázky s horší kvalitou. 
6.3 Výsledky SVM klasifikátoru 
Princip rozhodování u SVM klasifikátoru je jiný než při porovnávání příznaků. Navíc nebere v potaz 
hodnoty vedlejších příznaků (délka tahů, hustota slov,…), proto je přesnost výsledků jiná. Také 
neexistuje nerozhodný výsledek. Klasifikátor rozhoduje na základě modelu, který je výsledkem 
trénování. Toto trénování probíhalo na množině 8192 porovnávání. Trénovací vektory byly získány 
při nastavení programu na použití Cannyho hranového detektoru. 
Natrénováno bylo více modelů, každý s jiným matematickým aparátem a jinou přesností. 
Uživatel určením modelu při spuštění aplikace vybere tento model pro klasifikaci. Testování přesnosti 
probíhalo na stejné testovací sadě jako v předchozí podkapitole. Jednotlivé modely a jejich výsledky 
jsou uvedeny v tabulce 11. 
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SVM klasifikátor 
 Počet vzorků Přijato Zamítnuto 
Shodné 61 54 / 88,52% 7 / 11,48% 
Rozdílné 1591 98 / 6,16% 1493 / 93,84% 
Celkem 1652 152 / 9,20% 1500 / 90,80% 
Model: C-SVC 
Typ jádra: polynomické  
FAR: 6,16% (98/1591) 
FRR: 11,48% (7/61) 
Vyhodnocení Správně Chybně 
Celkem 1547 / 93,64% 105 / 6,36% 
 
SVM klasifikátor 
 Počet vzorků Přijato Zamítnuto 
Shodné 61 18 / 29,51% 43 / 70,50% 
Rozdílné 1591 205 / 12,89% 1386 / 87,11% 
Celkem 1652 223 / 13,50% 1429 / 86,50% 
Model: One-Class SVM 
Typ jádra: radial basis function  
FAR: 12,89% (205/1591) 
FRR: 70,50% (43/61) 
Vyhodnocení Správně Chybně 
Celkem 1387 / 83,96% 267 / 16,04% 
 
SVM klasifikátor 
 Počet vzorků Přijato Zamítnuto 
Shodné 61 40/ 65,57% 21 / 34,43% 
Rozdílné 1591 235 / 14,77% 1356 / 85,23% 
Celkem 1652 275 / 16,65% 1377 / 83,35% 
Model: C-SVC 
Typ jádra: radial basis function  
FAR: 14,77% (235/1591) 
FRR: 34,43% (21/61) 
Vyhodnocení Správně Chybně 
Celkem 1396 / 84,50% 256 / 15,50% 
Tabulka 11 Výsledky testování aplikace při rozhodování pomocí SVM klasifikátoru 
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Druhý model je evidentně mnohem méně přesný. Příčina je pravděpodobně v nastavení modelu 
a modelu samotném, protože většina vzorků je odmítnuta. Výsledky by se zlepšily po úpravě 
parametrů trénování, ale lze předpokládat, že by nedosáhly hodnot prvního modelu. Třetí model 
pouze používá jiný typ jádra a mírně pozměněné parametry trénování, ale ke zlepšení výsledků 
nedošlo, spíše naopak. Výsledky všech testů jsou znázorněny na grafu 7. Jako nejpřesnější můžeme 
brát C-SVC klasifikátor s polynomickým jádrem. 
 
 
Graf 7 Srovnání chybových hodnot testovaných klasifikátorů 
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7 Závěr 
Cílem práce bylo shrnout a popsat používané metody pro verifikaci rukopisu a podpisu, a dále 
navrhnout jednoduchou aplikaci pro offline verifikaci rukopisu. První část zadání je v podstatě 
teoretické pojednání o problematice verifikace rukopisu a podpisu. Toto pojednání je v kapitole 3. 
Ačkoli spolu rukopis a podpis člověka úzce souvisí, je potřeba rozlišovat analýzu těchto 
biometrických vlastností na online a offline, jinak řečeno na dynamickou a statickou, podle 
technického vybavení pro získání vzorků. V praxi je dnes použitelná (a používaná) online analýza 
podpisu jako nástroj ověření pravosti podpisu. Své místo má také offline analýza rukopisu, jelikož 
získání vzorků je snadné a nenákladné. Uplatnění můžeme hledat například v archivech nebo 
knihovnách. 
Druhou částí zadání je návrh aplikace pro verifikaci rukopisu. Návrh, implementace a výsledky 
této aplikace jsou popsány v kapitolách 4, 5 a 6. Ačkoli je analýza rukopisu v aplikaci založena na 
malém počtu příznaků a relativně jednoduchých metodách, jsou dosažené výsledky verifikace 
poměrně dobré. Přesnost verifikace závisí na kvalitě vstupních dat a je ovlivněna použitými psacími 
potřebami, vlastnostmi papíru a orientací textu. Přestože je většina použitých příznaků z principu 
invariantní vůči rotaci a měřítku, zůstává implementace pokročilejšího zpracování vstupního obrazu 
jedním z možných vylepšení aplikace. 
Aplikace byla navržena a implementována zcela samostatně. Také volba užitých příznaků a 
metody jejich extrakce nejsou výsledkem sledování žádného dříve popsaného postupu nebo 
metodiky. Neznamená to však, že neexistuje systém založený na stejných nebo podobných postupech, 
ale že při návrhu a implementaci nebyl žádný takový systém zkopírován nebo napodoben. 
Možností pokračování práce do budoucna je několik. Jednou z alternativ je zdokonalení 
stávající aplikace v libovolné fázi verifikace, ať už vylepšení zpracování vstupu, přesnější extrakce 
příznaků nebo uživatelské rozhraní. Rozšířením množiny extrahovaných příznaků je možné aplikaci 
použít také k verifikaci podpisu. Jiným případem může být nasazení hotového kódu při realizaci 
systému pro verifikaci nebo identifikaci pisatele. Také je možno ponechat pouze základní funkce 
aplikace a použít je v systému pro rozpoznání ručně psaného textu. 
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Příloha č. 1 – Obsah CD 
CD obsahuje zdrojové kódy aplikace, potřebné knihovny pro překlad, digitální verzi této práce a 
testovací a trénovací sady rukopisů. 
Obsah jednotlivých adresářů: 
 src – zdrojové kódy aplikace, knihovny nutné pro překlad a běh aplikace, Makefile 
 doc – pdf verze této práce a readme soubor popisující ovládání aplikace 
 poster – plakát prezentující tuto práci 
 test – testovací sada rukopisů 
 train – trénovací sada rukopisů 
 model – jednotlivé natrénované modely SVM klasifikátoru 
 
 
