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 An Nurfitriyana, Prototipe e-Voting Menggunakan Kartu RFID dan 
Verifikasi Fingerprint Berbasis Mikrokontroller Arduino Mega 2560. Skripsi. 
Jakarta, Program Studi Pendidikan Teknik Elektronika, Jurusan Teknik Elektro, 
Fakultas Teknik, Universitas Negeri Jakarta, 2016. Dosen Pembimbing, Drs. Jusuf 
Bintoro, MT dan Muhammad Yusro, S.Pd, MT. 
 Penelitian ini bertujuan untuk merancang dan membuat sebuah prototipe 
pemilihan Presiden dan Wakil Presiden Republik Indonesia sebanyak lima kandidat 
secara elektronik dengan memanfaatkan kartu RFID sebagai e-KTP dan 
meggunakan verifikasi biometrik sidik jari. Prototipe ini akan mengatasi beberapa 
permasalahan pada pemilu konvensional seperti pemilih ganda, kesalahan cetak 
surat suara, dan rekapitulasi suara dengan proses panjang.   
 Metode yang digunakan dalam penelitian ini adalah metode penelitian dan 
pengembangan (Research and Development) yang meliputi perencanaan, analisis 
kebutuhan perancangan, pengujian, dan implementasi perangkat keras (hardware) 
dan perangkat lunak (software). 
 Hasil dari penelitian ini menunjukkan bahwa Prototipe e-Voting 
Menggunakan Kartu RFID dan Verifikasi Fingerprint Berbasis Mikrokontroller 
Arduino Mega 2560 menggunakan jaringan internet melalui koneksi wifi sebagai 
komunikasi dengan web server e-vote yang telah dirancang berhasil dibuat. Pemilih 
hanya dapat melakukan pemilihan satu kali, kartu e-KTP membatasi hanya pemilih 
yang berhak yang dapat menggunakan hak suaranya, hasil pemilihan dapat dikirim 
dan diterima oleh web server serta disimpan di database e-vote dalam ±2 detik.  





Puji syukur kehadirat Allah swt. atas segala nikmat-Nya, sehingga saya 
dapat menyelesaikan penyusunan skripsi yang berjudul “Prototipe E-Voting 
Menggunakan Kartu RFID dan Verifikasi Fingerprint Berbasis Mikrokontroller 
Arduino Mega2560”. Semoga penelitian skripsi ini dapat dipergunakan sebagai 
salah satu acuan, petunjuk maupun pedoman bagi pembaca.  
Penyusunan skripsi ini dilakukan untuk memenuhi salah satu syarat untuk 
mencapai gelar Sarjana Pendidikan Teknik Elektronika FT UNJ Peneliti 
menyadari bahwa penyusunan skripsi ini masih belum sempurna sehingga 
peneliti membutuhkan kritik dan saran untuk membangun penyempurnaan 
skripsi ini. Oleh karena itu, Peneliti mengucapkan terima kasih kepada: 
1. Drs. Pitoyo Yuliatmojo, MT, selaku Ketua Program Studi FT UNJ 
2. Drs. Jusuf Bintoro, MT, selaku Dosen Pembimbing I.  
3. Muhammad Yusro, S.Pd, MT, selaku Dosen Pembimbing II. 
4. Kedua orang tua dan segenap teman-teman yang telah memberikan semangat 
serta doa yang tidak pernah terhenti diucapkan untuk kelancaran dan 
keberhasilan. 
 
Semoga skripsi ini berguna untuk mahasiswa Jurusan Teknik Elektro 













ABSTRAK ............................................................................................................... i 
KATA PENGANTAR ............................................................................................ ii 
DAFTAR ISI .......................................................................................................... iii 
DAFTAR GAMBAR ............................................................................................. vi 
DAFTAR TABEL ................................................................................................ viii 
DAFTAR LAMPIRAN .......................................................................................... ix 
BAB I PENDAHULUAN ........................................................................................ 1 
1.1 Latar Belakang Masalah .................................................................. 1 
1.2 Identifikasi Masalah ........................................................................ 2 
1.3 Pembatasan Masalah ....................................................................... 3 
1.4 Perumusan Masalah ........................................................................ 4 
1.5 Tujuan Penelitian ............................................................................ 4 
1.6 Manfaat Pembuatan Alat ................................................................. 4 
BAB II KERANGKA TEORETIK, KERANGKA BERPIKIR DAN HIPOTESIS 
PENELITIAN .......................................................................................... 6 
2.1 Kerangka Teoretik ........................................................................... 6 
2.1.1 Pemilu Presiden dan  Wakil Presiden .................................. 6 
2.1.2 Pelaksanaan Pemilu Presiden dan Wakil Presiden .............. 6 
2.1.3 E-Voting ............................................................................. 13 
2.1.3.1 Tipologi Sistem E-Voting ................................... 14 
2.1.3.2 Syarat-Syarat Keamanan dan Sistem E-Voting .. 15 
2.1.4 Prototipe e-Voting  untuk Pemilu Presiden dan Wakil 
Presiden.............................................................................. 17 
2.1.5 Perangkat Pendukung Prototipe e-Voting .......................... 19 
2.1.6 Sensor Sidik Jari ................................................................ 20 
2.1.7 RFID (Radio Frequency Identification)............................. 21 
2.1.7.1 Jenis-jenis RFID berdasarkan Frekuensi. ........... 22 
2.1.7.2 Cara Kerja RFID ................................................ 22 
2.1.7.3 RFID tag ............................................................. 23 
2.1.7.4 RFID reader/writer ............................................ 24 
2.1.8 Real Time Clock (RTC)..................................................... 25 
2.1.9 TFT LCD Touchscreen 2,4” .............................................. 27 
2.1.10 Wifi .................................................................................... 28 
 iv 
 
2.1.10.1 Modul Wifi ESP01 ........................................... 29 
2.1.11 Mikrokontroler Arduino Mega 2560 ................................. 30 
2.1.11.1 Software Arduino IDE ...................................... 32 
2.1.12 Web Server ........................................................................ 33 
2.1.13 Database ............................................................................. 34 
2.1.13.1 Tabel ................................................................. 35 
2.1.13.2 MySQL ............................................................. 35 
2.2 Kerangka Berpikir ......................................................................... 36 
2.2.1 Blok Diagram..................................................................... 39 
2.2.2 Flowchart Sistem Kerja Prototipe e-Vote .......................... 40 
2.3 Hipotesis Penelitian ....................................................................... 41 
BAB III METODOLOGI PENELITIAN .............................................................. 42 
3.1 Tujuan Penelitian .......................................................................... 42 
3.2 Tempat dan Waktu Penelitian ....................................................... 42 
3.3 Metodologi Penelitian ................................................................... 42 
3.3.1 Analisis Kebutuhan Sistem ................................................ 44 
3.3.2 Perancangan Sistem ........................................................... 44 
3.3.3 Pengujian dan Analisis ...................................................... 44 
3.3.4 Implementasi Sistem Perangkat Keras .............................. 45 
3.3.5 Implementasi Sistem Perangkat Lunak ............................. 45 
3.4 Rancangan Penelitian .................................................................... 45 
3.4.1 Menentukan Diagram Blok Sistem .................................... 46 
3.4.2 Perencanaan Desain Alat ................................................... 47 
3.4.3 Perancangan Perangkat Keras............................................ 48 
3.4.3.1 Perancangan Integrasi Sistem ............................. 48 
3.4.4 Perencanaan Perangkat Lunak ........................................... 51 
3.4.4.1 Perancangan Program Arduino untuk 
mikrokontroller Mega 2560 .............................................. 51 
3.4.4.2 Perancangan Program Web Server ..................... 55 
3.5 Instrumen Penelitian...................................................................... 57 
3.6 Prosedur Penelitian........................................................................ 58 
3.7 Pengujian Sistem ........................................................................... 60 
3.7.1 Kriteria Pengujian Hardware dan Software ...................... 60 
3.7.1.1 Pengujian Pembacaan Data Kartu e-KTP .......... 60 
3.7.1.2 Pengujian Verifikasi Status Pemilih ................... 61 
3.7.1.3 Pengujian Verifikasi Sidik Jari ........................... 62 
 v 
 
3.7.1.4 Pengujian Pengiriman Data Suara ...................... 63 
3.7.1.5 Pengujian Perbaruan Status Pemilih ................... 64 
3.7.1.6 Pengujian Parameter Mulai Pemilu .................... 65 
BAB IV HASIL PENELITIAN DAN PEMBAHASAN ....................................... 67 
4.1 Hasil Penelitian ............................................................................. 67 
4.1.1 Hasil pengujian dan pembuatan Hardware ....................... 67 
4.1.1.1 Hasil dan Pembuatan Alat .................................. 67 
4.1.2 Hasil Pengujian Software dan Server e-Vote ..................... 69 
4.1.2.1 Hasil Pengujian Pembacaan Data Kartu e-KTP . 69 
4.1.2.2 Hasil Pengujian Verifikasi Status Pemilih ......... 70 
4.1.2.3 Hasil Pengujian Verifikasi Sidik Jari ................. 73 
4.1.2.4 Hasil Pengujian Pengiriman Data Suara ............ 75 
4.1.2.5 Hasil Pengujian Perbaruan Status Pemilih ......... 76 
4.1.2.6 Pengujian Parameter Mulai Pemilu .................... 77 
4.2 Kelebihan dan Kekurangan Alat ................................................... 81 
4.2.1 Kelebihan Alat ................................................................... 81 
4.2.2 Kekurangan Alat ................................................................ 81 
BAB V KESIMPULAN DAN SARAN ................................................................ 82 
5.1 Kesimpulan ................................................................................... 82 
5.2 Saran .............................................................................................. 82 







Gambar 2.1 Blok Diagram pelaksanaan pemilu presiden dan wakil presiden tahun 
2014 ......................................................................................................................... 8 
Gambar 2.2 Tata cara memilih di TPS .................................................................... 9 
Gambar 2.3 Sensor Fingerprint ............................................................................ 20 
Gambar 2.4 Cara Kerja Sistem RFID ................................................................... 23 
Gambar 2.5 Macam-macam RFID tag .................................................................. 24 
Gambar 2.6 RFID reader/writer RC522 ............................................................... 25 
Gambar 2.7 RTC DS1307 ..................................................................................... 26 
Gambar 2.8 TFT LCD Touchscreen 2,4” ............................................................. 27 
Gambar 2.9 Modul Wifi ESP01 ............................................................................ 29 
Gambar 2.10 Arduino Mega 2560 ........................................................................ 31 
Gambar 2.11 Form Splash Arduino Versi 1.6.6 ................................................... 32 
Gambar 2.12 Tampilan IDE Arduino Versi 1.6.6 ................................................. 33 
Gambar 2.13 Representasi tabel pada database .................................................... 35 
Gambar 2.14 Blok Diagram Kerangka Berpikir ................................................... 36 
Gambar 2.15 Blok diagram prototipe e-vote ......................................................... 39 
Gambar 2.16 Flowchart sistem kerja prototipe e-vote .......................................... 40 
Gambar 3.1 Tahap-tahap metodologi penelitian perancangan .............................. 43 
Gambar 3.2 Blok diagram prototipe e-vote ........................................................... 46 
Gambar 3.3 Desain Prototipe e-Vote ..................................................................... 47 
Gambar 3.4 Integrasi modul RTC dan Fingerprint dengan Mega 2560 ............... 49 
Gambar 3.5 Integrasi Modul RFID MFRC522 dengan Mega2560 ...................... 49 
Gambar 3.6 Integrasi TFT LCD dan ESP01 dengan Mega2560 .......................... 50 
Gambar 3.7 Skematik Keseluruhan Prototipe e-Vote ........................................... 50 
Gambar 3.8 Layout PCB Single Layer e-Vote ...................................................... 51 
Gambar 3.9 Flowchart Program e-Vote................................................................ 54 
Gambar 3.10 Flowchart web server untuk verifikasi id status pemilih ................ 55 
Gambar 3.11 Diagram Alir Pengiriman Data Hasil Web Server e-Vote ............... 56 
Gambar 4.1 Casing prototipe e-vote ..................................................................... 68 
Gambar 4.2 Papan rangkaian prototipe e-vote ...................................................... 68 
Gambar 4.3 Hasil akhir pembuatan prototipe e-vote ............................................ 69 
Gambar 4.4 Hasil pengujian pembacaan data kartu e-KTP .................................. 70 
 vii 
 
Gambar 4.5 Status ID awal pada database e-vote................................................. 72 
Gambar 4.6 Verifikasi status ID berhasil .............................................................. 72 
Gambar 4.7 Hasil pembacaan verifikasi sidik jari dengan status sidik jari sesuai 74 
Gambar 4.8 Hasil pembacaan verifikasi sidik jari dengan status sidik jari tidak 
sesuai ..................................................................................................................... 75 
Gambar 4.9 Gambar pengaturan waktu ................................................................ 79 
Gambar 4.10 Hasil Pengujian koneksi tidak terhubung dan waktu kurang dari 
waktu yang ditentukan .......................................................................................... 79 
Gambar 4.11 Hasil pengujian koneksi wifi terhubung dan waktu sesuai dengan 
real time ................................................................................................................ 80 
Gambar 4.12 Tampilan ketika pemilu sudah dapat dimulai ................................. 80 






Tabel 2.1 Tahapan Rekapitulasi Perhitungan Suara Dalam Negeri ...................... 10 
Tabel 2.2 Spesifikasi Arduino Mega 2560 ............................................................ 31 
Tabel 3.1 Penggunaan Pin Input pada Mega 2560 ................................................ 52 
Tabel 3.2 Penggunaan Pin Output pada Mega 2560 ............................................. 52 
Tabel 3.3 Pengujian Pembacaan Data Kartu e-KTP ............................................. 60 
Tabel 3.4 Pengujian Verifikasi Status Pemilih ..................................................... 61 
Tabel 3.5 Pengujian verifikasi sidik jari ............................................................... 62 
Tabel 3.6 Pengujian Pengiriman Data Suara ........................................................ 63 
Tabel 3.7 Pengujian Perbaruan Status Pemilih ..................................................... 64 
Tabel 3.8 Pengujian parameter mulai pemilu ....................................................... 65 
Tabel 4.1 Hasil pengujian pembacaan data kartu e-KTP ...................................... 70 
Tabel 4.2 Hasil pengujian verifikasi status pemilih .............................................. 71 
Tabel 4.3 Hasil pengujian verifikasi sidik jari ...................................................... 73 
Tabel 4.4 Hasil pengujian pengiriman data suara ................................................. 75 
Tabel 4.5 Hasil pengujian perbaruan status pemilih ............................................. 77 









Lampiran 1  Program Arduino .............................................................................. 85 
Lampiran 2  Program Web Server ........................................................................ 98 
Lampiran 3  Spesifikasi dan Unjuk Kerja Alat ................................................... 102 
Lampiran 4  Integrasi RFID Reader/Writer MFRC522 dengan Arduino Mega 
2560 ..................................................................................................................... 103 
Lampiran 5   Integrasi Fingerprint Sensor Module dengan Arduino Mega 2560
 ............................................................................................................................. 106 
Lampiran 6  Integrasi Modul RTC dengan Arduino Mega 2560 ........................ 109 
Lampiran 7  Integrasi TFT LCD 2,4" dengan Arduino Mega 2560 ................... 111 








1.1  Latar Belakang Masalah 
Setiap lima tahun sekali atau setelah habis masa jabatan kepemimpinan 
negara, Indonesia selalu melakukan pesta demokrasi, yaitu pemilu. Salah satunya 
yang memiliki pengaruh besar bagi rakyat Indonesia adalah Pemilihan Umum 
Presiden dan Wakil Presiden, selanjutnya disebut Pemilu Presiden dan Wakil 
Presiden. Namun, dibalik semua kemeriahan itu terdapat beberapa hal yang 
mengganggu jalannya pesta demokrasi tersebut. Sebut saja banyaknya kasus 
kerusakan surat suara, kurangnya surat suara pada beberapa TPS atau sebaliknya, 
juga terdapat kasus pemilih ganda.  
Selain beberapa kasus tersebut, Pemilu Presiden dan Wakil Presiden yang 
diselenggarakan pada tahun 2014 mengharuskan pemilih untuk melakukan 
pemilihan di domisili asli sesuai dengan yang tertera pada Kartu Tanda Penduduk. 
Jika tidak dapat kembali ke daerah asal tersebut, maka pemilih harus melakukan 
konfirmasi ke pihak penyelenggara pemilu di daerah pemilih tinggal pada saat itu. 
Meskipun demikian, jumlah surat suara yang disediakan masih kurang dan banyak 
pemilih yang merasa enggan untuk memproses hal tersebut. Sehingga, terdapat 
suara yang tidak tersalur. Hal ini juga tidak sesuai dengan tingkat mobilitas 
masyarakat yang sudah semakin tinggi. 
Seperti yang telah dibahas diatas, seringkali terdapat kesalahan cetak surat 
suara juga dapat merugikan negara. Akibat hal itu, penyelenggaraan pemilu dapat 




sedikit jumlahnya. Bayangkan jika hal itu dapat diatasi, tidak perlu lagi mencetak 
surat suara, pemilih pun tidak perlu lagi membuka dan melipat surat suara ataupun 
menusuk surat suara dengan benda tajam. Sehingga, proses pemilihan tidak lagi 
rumit seperti itu. 
Permasalahan tersebut dapat diatasi dengan deselenggarakannya Pemilu 
Presiden dan Wakil Presiden secara elektronik, memanfaatkan e-KTP yang telah 
dimiliki oleh pemilih. Selanjutnya, untuk mengatasi kasus pemilih ganda dapat 
dilakukan verifikasi sidik jari dan penambahan sebuah data status, yaitu status 
pemilih sudah atau belum melakukan pemilihan yang disimpan di server pemilihan 
umum. Pemilihan secara elektronik juga dapat memperpendek proses tabulasi 
suara. Sehingga, waktu perhitungan suara akan lebih cepat.  
Berdasarkan uraian latar belakang di atas, peneliti mendesain sebuah 
prototipe pemilihan elektronik dengan verifikasi sidik jari berbasis mikrokontroller 
Arduino mega 2560. Prototipe alat pemilihan elektronik ini diharapkan dapat 
mengatasi berbagai permasalahan yang telah disebutkan di atas. Sehingga, Pemilu 
Presiden dan Wakil Presiden dapat diselenggarakan dengan lebih baik. 
 
1.2  Identifikasi Masalah 
Berdasarkan uraian pada latar belakang masalah diatas dapat diidentifikasi 
masalah sebagai berikut : 
1. Bagaimana mendesain sebuah alat berbasis Arduino Mega 2560 yang dapat 




2. Bagaimana mendesain sebuah alat berbasis Arduino Mega 2560 yang dapat 
melakukan verifikasi menggunakan sidik jari berdasarkan data pada kartu 
RFID? 
3. Bagaimana merancang sebuah alat pemilihan elektronik berbasis Arduino 
Mega 2560 yang dapat berkomunikasi secara dinamis dengan server melalui 
jaringan internet? 
4. Bagaimana membangun sebuah server yang dapat diakses secara realtime 
melalui jaringan internet? 
 
1.3  Pembatasan Masalah 
Tampak jelas permasalahan yang terkait dengan topik prototipe e-voting 
menggunakan kartu RFID dan verifikasi fingerprint berbasis mikrokontroller 
Arduino Mega 2560. Sehingga peneliti membatasi permasalahan pada alat pemilu 
elekronik sebagai berikut: 
1. Menggunakan kartu RFID Mifare Classic 1KB dengan frekuensi kerja 
13,56MHz.  
2. Menggunakan Modul ESP01 untuk melakukan komunikasi dengan server 
melalui koneksi WiFi. 
3. Peneliti hanya menggunakan layanan internet dan tidak menjelaskan cara kerja 
ataupun proses koneksi maupun komunikasi melalui internet secara terperinci.  
4. Peneleti hanya mendesain alat untuk bekerja pada pemilihan presiden dan 





1.4  Perumusan Masalah 
Bagaimana merancang, membuat, dan menguji prototipe e-voting Presiden 
dan Wakil Presiden Republik Indonesia menggunakan kartu RFID dan verifikasi 
fingerprint berbasis mikrokontroller Arduino Mega 2560 dan modul ESP01 sebagai 
media komunkasi antara alat dengan server melalui koneksi internet? 
 
1.5  Tujuan Penelitian 
Sesuai dengan masalah yang telah dirumuskan dan di identifikasi, maka 
tujuan penelitian ini adalah untuk merancang, membuat, dan menguji protipe e-
voting Presiden dan Wakil Presiden Republik Indonesia menggunakan kartu RFID 
dan verifikasi fingerprint berbasis mikrokontroller Arduino Mega 2560 serta 
membangun sebuah web server dinamis menggunakan database MySQL sebagai 
media pendukung sistem pemilihan elektronik. 
 
1.6  Manfaat Pembuatan Alat  
1. Bagi Pengguna (user) 
a. Mengatasi pemilih ganda. 
b. Mempermudah proses pemilihan umum bagi pemilih yang berada di luar 
daerah asal. 
c. Mempermudah pemilih dalam melakukan pemilihan umum (tanpa harus 
melipat kertas dan menusuk kertas). 
d. Mengurangi penggunaan kertas (paperless). 





2. Bagi peneliti 
1. Dapat menjadi referensi bagi penelitian berikutnya maupun 





KERANGKA TEORETIK, KERANGKA BERPIKIR DAN HIPOTESIS 
PENELITIAN 
2.1 Kerangka Teoretik 
2.1.1 Pemilu Presiden dan  Wakil Presiden  
Berdasarkan Undang-Undang Nomor 42 Tahun 2008 Tentang Pemilihan 
Umum Presiden dan Wakil Presiden, pemilihan umum selanjutnya disebut pemilu 
yang dilakukan secara langsung oleh rakyat adalah sarana pelaksanaan kedaulatan 
rakyat dengan harapan terciptanya sebuah pemerintahan negara yang demokratis.  
Pemilihan Umum Presiden dan Wakil Presiden selanjutnya disebut pemilu 
presiden dan wakil presiden adalah pemilihan umum untuk memilih Presiden dan 
Wakil Presiden dalam Negara Kesatuan Republik Indonesia berdasarkan Pancasila 
dan Undang-Undang Dasar Negara Republik Indonesia Tahun 1945 (Indonesia, 
2008).  
 
2.1.2 Pelaksanaan Pemilu Presiden dan Wakil Presiden  
Pemilu presiden diselenggarakan setiap lima tahun sekali serentak di 
seluruh negeri, setelah pemilu kepala daerah. Sebelum pelaksanaan pemilu terdapat 
tahapan-tahapan atau proses yang harus dilalui. Proses tersebut dilaksanakan oleh 
pelaksana yang ditunjuk sesuai dengan Undang-Undang Republik Indonesia 
Nomor 42 Tahun 2008 Tentang Pemilihan Umum Presiden dan Wakil Presiden. 
Selain pelaksana, unsur yang harus ada adalah pemilih. Pemilih adalah penduduk 




Pemilihan. Terdapat beberapa syarat yang harus dipenuhi oleh pemilih agar dapat 
menggunakan hak pilihnya. Berikut adalah syarat-syarat yang harus dipenuhi oleh 
pemilih: 
1. Tidak sedang terganggu jiwa / ingatannya. 
2. Tidak sedang dicabut hak pilihnya berdasarkan putusan pengadilan yag 
telah mempunyai kekuatan hukum tetap. 
3. Berdomisili di daerah pemilihan paling kurang 6 bulan sebelum 
disahkannya  DPS yang dibuktikan dengan Kartu Tanda Penduduk (KTP) 
atau dokumen kependudukan dari instansi yang berwenang. 
4. Tidak sedang menjadi anggota Tentara Nasional Indonesia, atau Kepolisian 
Negara Republik Indonesia. 
Berikut adalah pelaksana pemilu presiden dan wakil presiden Indonesia di dalam 
negeri:  
1. Komisi Pemilihan Umum (KPU) adalah lembaga penyelenggara pemilihan 
umum yang bersifat nasional, tetap, dan mandiri.  
2. Komisi Pemilihan Umum Provinsi dan Komisi Pemilihan Umum 
Kabupaten/Kota, selanjutnya disebut KPU provinsi dan KPU kabupaten/kota, 
adalah penyelenggara pemilihan umum di provinsi dan kabupaten/kota.  
3. Panitia Pemilihan Kecamatan (PPK), adalah panitia yang dibentuk oleh KPU 
kabupaten/kota untuk menyelnggarakan pemilihan umum di tingkat 
kecamatan atau sebutan lain, yang selanjutnya disebut kecamatan.  
4. Panitia pemungutan Suara (PPS), adalah panitia yang dibentuk oleh KPU 
kabupaten/kota untuk menyelenggarakan pemilihan umum di tingkat desa 




5. Kelompok Penyelenggara Pemungutarn Suara (KPPS), adalah kelompok 
yang dibentuk oleh PPS untuk menyelenggarakan pemungutan suara di 
tempat pemungutan suara. 
Dengan mengacu pada Peraturan Komisi Pemilihan Umum Nomor 4 Tahun 
2014 Tentang Tahapan, Program, dan Jadwal Penyelenggaraan Pemilihan umum 
Presiden dan Wakil Presiden Tahun 2014. Maka proses pelaksanaan pemilu 
presiden dan wakil presiden tampak seperti pada Gambar 2.1. 
 
Gambar 2.1 Blok Diagram pelaksanaan pemilu presiden dan wakil presiden 
tahun 2014 
(Sumber : diolah peneliti dari Peraturan Komisi Pemilihan Umum No 4 Tahun 
2014 Tentang Tahapan, Program, dan Jadwal Penyelenggaraan Pemilihan umum 
Presiden dan Wakil Presiden Tahun 2014) 
 
 Tata cara pemungutan suara pada pemilu presiden dan wakil presiden tahun 




Pemilih dapat melakukan pemilihan jika telah terdaftar dan pelaksanaan pemilu 
dibatasi waktu. Berdasarkan pemilu yang dilaksanakan tahun 2014 maka pemilu 
dimulai pukul 07.00 dan ditutup pukul 13.00. Bagi pemilih yang datang melebihi 
batas waktu maka pemilih tersebut tidak dapat memilih, kecuali bagi pemilih yang 
telah mendaftar di TPS namun datang terlambat, masih dapat menggunakan hak 
pilihnya. 
 
Gambar 2.2 Tata cara memilih di TPS 




Tahapan rekapitulasi hasil penghitungan suara melalui proses berjenjang 
yang panjang dapat memakan waktu hingga 12 hari. Selama proses ini 
dimungkinkan terjadinya kesalahan penghitungan suara serta kemungkinan 




Tahapan rekapitulasi hasil perhitungan suara secara rinci dapat dilihat pada Tabel 
2.1. 
Tabel 2.1 Tahapan Rekapitulasi Perhitungan Suara Dalam Negeri 
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Dapat kita ketahui dari Gambar 2.1 pengadaan dan pendistribusian alat 
kelengkapan pemilu memakan waktu yang cukup lama. Selain memakan waktu 
yang cukup lama pengadaan alat kelengkapan pemilu seperti surat suara dan tinta 
memerlukan banyak biaya serta sering terdapat masalah pada pelaksanaannya. 
Melandaskan argumen pada Handi Dananjaya (Pikiran Rakyat, 25 Juni 2014) 
distribusi surat suara pemilu presiden 2014 untuk KPU Kota Cimahi mengalami 
keterlambatan pengiriman dan baru diterima pada hari Kamis (26/6/2014) atau 13 
hari sebelum pemungutan suara dimulai, surat suara yang diterima dan harus segera 
diproses sebanyak 395.680 lembar. Selain itu sisa surat suara yang tidak terpakai 
juga menjadi masalah karena rawan penyelewengan jika proses rekapitulasi masih 
berlangsung atau hanya akan dihanguskan jika tidak laku dijual sebagai bahan daur 
ulang. 
Pemungutan suara yang dilakukan secara konvensional seperti yang 
dilaksanakan pada tanggal 9 Juli 2014 lalu, masih memungkinkan terdapat pemilih 
ganda karena terdapat data yang tidak sinkron antara data KPU dengan data 
Kemendagri, serta tidak sinkronnya data di KPU itu sendiri karena banyakanya 
identitas yang dapat digunakan seperti data Daftar Pemilih Tetap dengan Daftar 
Pemilih Tambahan, Daftar Pemilih Khusus, serta Daftar Pemilih Khusus 
Tambahan. Dilansir dari kompas.com terdapat sedikitnya 900.000 daftar pemilih 
yang terdaftar sebagai pemilih ganda, bukan hanya itu terdapat juga sedikitnya 
90.000 pemilih memiliki Nomor Induk Kependudukan tetapi tidak memiliki nama. 
Dalam kenyataannya, banyak pemilih yang seharusnya mempunyai hak pilih tidak 
terdaftar dalam DPT, sedangkan pemilih yang sudah hilang hak suaranya masih 




juga harus kembali ke domisili masing-masing atau mengurus pengubahan status 
menjadi Daftar Pemilih Tambahan untuk melakukan pemilihan selain di domisili.  
Berdasarkan Tabel 2.1 proses penghitungan suara dan rekapitulasi suara 
memakan waktu yang cukup lama. Selama proses tersebut dimungkinkan terjadinya 
tindakan kecurangan oleh pihak yang ingin memenangkan suata pasangan calon. 
Selama proses ini juga, banyak terjadi kesenjangan antara pasangan calon presiden 
dan wakil presiden maupun para pendukung pasangan calon tersebut. Banyaknya 
lembaga quick count yang bermunculan, membuat masyarakat berspekulasi bahkan 
dapat memicu pertikaian. Dengan hadirnya lembaga-lembaga quick count yang 
mengklaim memiliki ketepatan tinggi membuat sebagian pihak lebih mempercayai 
hasil quick count dibanding dengan hasil rekapitulasi sebenarnya. 
Masalah-masalah yang telah disebutkan di atas dapat diatasi jika pemilihan 
dilakukan secara elektronik. Kesalahan cetak pada surat suara tidak akan terjadi, 
karena sudah tidak memerlukan kertas lagi, pemilih ganda dapat diatasi dengan 
pemanfaatan kartu tanda penduduk elektronik dan verifikasi sidikjari. Dengan 
sinkronisasi alat pemilihan elektronik ke server maka pemilih tidak harus kembali 
ke domisili mereka. Proses rekapitulasi suara tidak harus melalui jenjang yang 
panjang dan waktu yang lama, serta mengurangi kemungkinan kesalahan 
penghitungan karena tidak menyertakan faktor kesalahan manusia. 
 
2.1.3 E-Voting 
E-Voting itu sendiri adalah metode pengambilan suara dengan 
menggunakan media elektronik atau perangkat elektronik (I Gusti Agung Putra 




perangkat pemberian suara secara elektronik, sehingga memiliki kemampuan untuk 
mempercepat tabulasi data, menekan biaya pemilihan dan memiliki kontribusi 
untuk mencegah pemilih yang tidak berhak. 
Sistem e-voting  berbeda secara fundamental dengan setiap aplikasi 
teknologi informasi dan komunikasi (TIK) lainnya. Aplikasi TIK dibangun dengan 
cara yang memungkinkan verifikasi atas ketepatan fungsinya dengan mengamati 
hasil aplikasinya. Untuk melindungi kerahasiaan suara, maka sistem e-voting harus 
menghindari setiap hubungan antara identitas pemilih dengan suara yang diberikan 
(International Institute for Democracy and Electoral Assistance, 2011). 
 
2.1.3.1 Tipologi Sistem E-Voting 
Sistem e-voting memiliki sedikitnya empat tipe yang berbeda. Semua 
tipologi memiliki kelebihan dan kelemahan tertentu, baik ketika dibandingkan satu 
dan yang lainnya maupun ketika dibandingkan dengan pemilihan konvensional 
menggunakan kertas. Tidak ada sistem pemilihan elektronik yang sempurna dan 
sistem yang tersedia terus berkembang dengan kemajuan teknologi yang terus 
berjalan (International Institute for Democracy and Electoral Assistance, 2011). 
Berikut adalah beberapa tipologi e-voting yang digunakan secara internasional: 
a) Mesin pemungutan suara dengan pencatatan langsung elektronik 
(DRE).  
b) Sistem OMR yang didasarkan pada mesin pemindai yang mengenali 




c) Mesin Pencetak surat suara (EBP), perangkat yang serupa dengan 
mesin DRE yang menghasilkan kertas yang dapat dibaca mesin atau 
koin elektronik yang berisikan pilihan pemilih. 
d) Sistem pemilihan melalui internet yaitu saat suara diberikan melalui 
internet ke server pusat penhitungan. Suara dapat diberikan melalui 
komputer umum atau kios di TPS. 
 
2.1.3.2 Syarat-Syarat Keamanan dan Sistem E-Voting 
Sistem e-voting diusung sebagai harapan baru bagi demokrasi yang lebih 
baik. Dimana pemilihan diharapkan dapat berjalan lebih baik dan terhindar dari 
kecurangan. Namun, e-voting juga dianggap sebagai ancaman bagi demokrasi 
karena terdapat kekhawatiran terhaap keamanan sistem yang mungkin hanya 
dimengerti oleh sebagian orang. Oleh karena itu, diperlukan suatu syarat atau 
kriteria yang harus dipenuhi oleh sistem e-voting. Menurut Husni Fahmi dan Dwi 
Handoko (seperti dikutip Syukri, Tesis, 2011) beberapa syarat keamanan yang telah 
disepakati bagi sebuah sistem e-voting adalah sebagai berikut: 
a) Akurasi 
Sistem e-voting harus bersifat akurat. Tingkat akurasi ditentukan 
dengan beberapa faktor, yaitu surat suara yang dipilih tidak dapat 
diubah, pilihan yang sah tidak dapat dihapus dari perolehan suara, dan 
pilihan yang tidak sah tidak dihitung pada perolehan suara. Syarat 





Sistem e-voting dikatakan demokratis jika pemilih yang dapat 
memilih atau memberikan suaranya hanya pemilih yang sudah terdaftar 
dan pemilih hanya dapat memberikan suaranya satu kali saja. Pemilih 
yang terdaftar sesuai dengan aturan yang berlaku di Indoneisa. Syarat 
demokrasi terkait dengan asas Langsung dan Umum dalam Pemilu 
Indonesia. 
c) Rahasia 
Sistem e-voting dikatakan rahasia jika pemilih dapat memilih 
pilihannya tanpa ada paksaan atau dorongan atau diketahui oleh pihak 
lain. Tidak ada pemilih yang dapat membuktikan bahwa dia telah 
memilih pilihan tertentu (tanpa bukti pemilihan). Syarat rahasia terkait 
dengan asas Bebas dan Rahasia dalam Pemilu Indonesia 
d) Verifikasi 
Sistem e-voting dapat diverifikasi melalui dua cara yaitu, 
verifikasi secara sendiri-sendiri jika pemilih dapat melakukan verifikasi 
bahwa pilihannya masing-masing telah dihitung dengan benar pada 
perolehan suara. Sistem e-voting dapat diverifikasi secara umum jika 
pemilih dapat melakukan verifikasi bahwa semua suara yang sah telah 
dihitung dengan benar pada perolehan suara. Syarat ini terkait dengan 
dengan asas Jujur dalam Pemilu Indonesia. 
e) Adil 
Sistem e-voting dikatakan adil jika sebelum pelaksanaan dimulai 
jumlah suara masih nol dan tidak ada penghitungan suara sebelum 




memastikan bahwa sistem ini tidak menguntungkan salah satu peserta 
pemilu. 
 
2.1.4 Prototipe e-Voting  untuk Pemilu Presiden dan Wakil Presiden 
Prototipe atau rancangan mula-mula dari electronic voting adalah alat yang 
dirancang untuk melakukan pemilu presiden dan wakil presiden secara elektronik. 
Perancangan alat e-voting harus memenuhi asas-asas pemilu yaitu 
langsung, umum, bebas, rahasia, jujur, dan adil (luberjurdil), maka dalam 
perancangan alat e-voting peneliti memanfaatkan kartu RFID sebagai KTP 
elektronik, KTP elektronik atau e-KTP dimanfaatkan sebagai sumber data yang 
vaild. Dengan menggunakan e-KTP pemilih tidak dapat lagi memiliki dua buah 
atau lebih identitas. Tingkat keamanan yang ditawarkan e-KTP juga menjadi 
pertimbangan peneliti. E-KTP dilengkapi dengan data sidik jari pemilih yang dapat 
digunakan untuk proses verifikasi pada saat melakukan pemilihan. Maka, pemilih 
yang telah melakukan pemilihan dapat diidentifikasi dan pemilih hanya dapat 
memberikan satu suara saja. 
Prototipe e-voting yang didesain oleh peneliti menawarkan solusi bagi 
permasalahan yang muncul pada latar belakang. Solusi tersebut juga merupakan 
keuntungan-keuntungan yang didapat setelah pelaksanaan, yaitu: 
1. Tidak diperlukan lagi surat suara berupa kertas. Penggunaan kertas sebagai 
surat suara memiliki beberapa kerugian, yaitu terdapat kemungkinan terjadi 
kesalahan cetak, pendistribusian tidak merata, serta sisa surat suara yang 




menumpuk dan harus dihanguskan. Dengan menggunakan alat e-voting 
permasalahan ini dapat teratasi karena surat suara dalam bentuk elektronik. 
2. Penggunaan tinta sudah tidak diperlukan lagi, karena pemilih tidak dapat 
memberikan suara lebih dari satu. Meskipun pemilih memaksa melakukan 
pemilihan berulang kali. Data yang diterima hanya satu, yaitu yang pertama 
kali pemilih berikan. 
3. Menghindari pemilih ganda. Pemanfaatan kartu RFID sebagai e-KTP 
memberikan dampak yang sangat baik. e-KTP memiliki data sidik jari, retina, 
dan tanda tangan yang dapat digunakan sebagai metode verifikasi. Peneliti 
memanfaatkan satu data, yaitu data sidik jari. 
4. Pemilihan dapat dilakukan di TPS terdekat. Pemilih tidak perlu lagi kembali 
ke domisili sesuai dengan KTP. Sinkronisasi alat e-voting dengan server 
memungkinkan pemilih melakukan pemilihan di TPS mana saja. Hal ini akan 
meningkatkan kenyamanan dalam pemilihan. 
5. Penghitungan suara dapat segera dilakukan tepat setelah pemilu selesai 
dilakukan.  
Agar alat e-voting dapat bekerja sesuai dengan tujuannya, maka diperlukan 
berbagai perangkat pendukung. Perangkat pendukung diperlukan untuk membaca 
kartu RFID, melakukan pembacaan sidik jari, serta berkomunikasi dengan server. 
Selain itu, alat juga harus dapat berjalan sesuai dengan waktu setempat maka 
diperlukan perangkat pendukung yang dapat memberikan informasi waktu kepada 





2.1.5 Perangkat Pendukung Prototipe e-Voting 
Agar pelaksnaan e-voting dapat bekerja sesuai dengan tujuan dan harapan 
maka diperlukan prototipe e-voting menggunakan kartu RFID dan verifikasi 
fingerprint berbasis mikrokontroller Arduino Mega 2560. Selanjutnya prototipe e-
voting ini peneliti sebut e-vote. Menilik dari tujuannya, fungsi e-vote dapat 
dijabarkan menjadi: 
1. Melakukan pengaturan terhadap alat agar dapat dimulai sesuai dengan waktu 
yang ditentukan. 
2. Dapat terhubung dengan server melalui jaringan internet. 
3. Membaca kartu RFID dalam hal ini dianggap sebagai e-KTP. 
4. Dapat membaca sidik jari pemilih sesuai dengan data yang ada pada e-KTP 
desain peneliti. 
5. Menampilkan nomor pasangan calon presiden dan wakil presiden. 
6. Mengirim data pasangan calon terpilih. 
7. Mengirim dan melakukan verifikasi data pemilih yang telah melakukan 
pemilihan. Pemilih yang telah melakukan pemilihan tidak dapat melakukan 
pemilihan kembali. Sehingga, data pasangan calon yang dipilih oleh pemilih 
menjadi tidak valid dan tidak akan mempengaruhi jumlah data pada database. 
 
Berdasarkan fungsi utama tersebut di atas, agar terpenuhi diperlukan 
perangkat pendukung yang memadai, baik perangkat lunak (Software) maupun 





2.1.6 Sensor Sidik Jari 
Sensor sidik jari atau fingerprint merupakan salah satu sistem keamanan 
yang menggunakan anggota tubuh sebagai input untuk identifikasi seseorang, 
dalam sistem keamanan disebut penggunaan sistem biometric. Sistem biometric 
adalah studi tentang metode otomatis untuk mengenali manusia berdasarkan satu 
atau lebih bagian tubuh manusia atau kelakuan dari manusia itu sendiri yang 
memiliki keunikan. Tujuan utama dari penggunaan sistem biometric adalah untuk 
menjaga keaslian keunikan kunci, karena hampir tidak mungkin pembacaan input 
sidik jari orang yang berbeda menghasilkan hasil pembacaan yang sama 
(Sweetania, 2012). 
Pada penelitian ini, peneliti menggunakan fingerprint dari adafruit.com 
yang mana sensor ini akan mengirim data ID sidik jari melalui komunikasi serial. 
Sensor yang digunakan pada penelitian ini ditunjukkan pada Gambar 2.3.   
 
Gambar 2.3 Sensor Fingerprint 
(Sumber: Dokumentasi pribadi) 
 
Berikut adalah spesifikasi sensor fingerprint: 
1. Tegangan sumber  : 3,6 - 6,0 VDC 
2. Arus operasi  : 120 mA maks. 
3. Arus puncak  : 150 mA maks. 




5. Window area  : 14mm x 18mm 
6. Signature file  : 256 bytes 
7. Template file  : 512 bytes 
8. Kapasitas penyimpanan  : 162 templates 
9. Tingkat kemanan   (1 – 5 tingkat keamanan rendah ke tinggi) 
10. Tingkat penerimaan kesalahan : <0,001% (kemanan tingkat 3) 
11. Tingkat penolakan kesalahan : <1.0% (kemanan tingakt 3) 
12. Antarmuka  : TTL Serial 
13. Baud rate   : 9600, 19200, 28800, 38400, 57600 (bawaan  
57600) 
14. Rentang kerja suhu : -200C sampai +50C 
15. Rentang kerja kelembaban  : 40% - 85% RH 
16. Dimensi   : (56 x 20 x 21,5) mm 
17. Berat   : 20 gram 
 
2.1.7 RFID (Radio Frequency Identification) 
Teknologi RFID merupakan teknologi komunikasi melalui gelombang 
radio yang dapat memungkinkan terjadinya pertukaran data antara RFID Reader 
(Responder) dengan RFID Tag (Transmitter) dengan cara mendekatkan kedua buah 
komponen tersebut. Komponen utama dalam pemanfaatan teknologi RFID ini 
adalah RFID Reader dan RFID Tag (Rusdi, 2013). RFID dibagi menjadi beberapa 




2.1.7.1 Jenis-jenis RFID berdasarkan Frekuensi. 
Ada tiga macam RFID tag yang sering digunakan, bila dikategorikan 
berdasarkan frekuensi kerjanya yaitu: 
a. low frequency tag (antara 125 ke 134 kHz) 
b. high frequency tag (13.56 MHz) 
c. UHF tag (868 sampai 956 MHz), UHF tag tidak bisa digunakan secara global, 
karena tidak ada peraturan global yang mengatur penggunaannya. 
Pada penelitian ini, digunakan RFID tag dengan frekuensi tinggi yaitu, tag 
dengan frekuensi kerja 13,56 MHz. 
 
2.1.7.2 Cara Kerja RFID 
RFID tag pasif tidak memiliki baterai, maka antenalah yang berfungsi 
sebagai pencatu sumber daya dengan memanfaatkan medan magnet dari 
reader/writer dan memodulasi medan magnet. Kemudian digunakan kembali untuk 
mengirimkan data yang ada dalam  RFID tag. Data yang diterima reader/writer 
diteruskan ke database host komputer. Reader/writer mengirim gelombang 
elektromagnet, yang kemudian diterima oleh antena pada RFID tag. RFID tag 
mengirim data biasanya berupa nomor serial yang tersimpan dalam tag, dengan 
mengirim kembali gelombang radio ke reader/writer. Informasi dikirim ke dan dari 
RFID tag oleh reader/writer menggunakan gelombang radio. Dalam sistem yang 
paling umum yaitu sistem pasif, reader/writer memancarkan energi gelombang 
radio yang membangkitkan RFID tag dan menyediakan energi agar beroperasi. 
Sedangkan sistem aktif, baterai dalam label digunakan untuk memperoleh 




Data yang diperoleh atau dikumpulkan dari RFID tag kemudian dilewatkan atau 
dikirim melalui jaringan komunikasi dengan kabel atau tanpa kabel ke sistem 
komputer. Diagram blok cara kerja sistem RFID dapat dilihat pada Gambar 2.4. 
 
Gambar 2.4 Cara Kerja Sistem RFID 
(Sumber : Elektronika dasar, sistem kerja RFID dalam http://elektronika-
dasar.web.id/wp-content/uploads/2012/08/Sistem-RFID.jpg) 
 
2.1.7.3 RFID tag 
RFID Tag adalah device yang dibuat dari rangkaian elektronika dan antena 
yang terintegrasi di dalam rangkaian tersebut. RFID tag peneliti manfaatkan 
sebagai e-KTP. Rangkaian elektronik dari RFID tag umumnya memiliki memori 
sehingga tag ini mempunyai kemampuan untuk menyimpan data. Memori pada tag 
dibagi menjadi sel-sel. Beberapa sel menyimpan data Read Only, misalnya serial 
number yang unik yang disimpan pada saat tag tersebut diproduksi (Prasetya, 
Suhartono, & Sholekan, 2014). Memori pada RFID mungkin juga dapat ditulis dan 





Gambar 2.5 Macam-macam RFID tag 
(Sumber : Dokumentasi pribadi) 
Berdasarkan sumber tegangan RFID tag dibagi menjadi dua yaitu RFID 
aktif dan pasif. RFID aktif memiliki baterai on-board sehingga tag selalu memancar 
atau menjadi suar sinyal sedangkan RFID tag pasif tidak memiliki power supply 
sendiri. Dengan hanya berbekal induksi listrik yang ada pada antena yang 
disebabkan oleh adanya frekuensi radio scanning yang masuk, sudah cukup untuk 
mengaktifkan chip didalamnya untuk mengirimkan respon balik ke RFID 
reader/writer. 
2.1.7.4 RFID reader/writer 
Peneliti memanfaatkan RFID tag pasif Mifare Classic 1K dengan frekuensi 
kerja 13,56 MHz, maka dibutuhkan sebuah modul RFID reader/writer yang 
memiliki rentang kerja frekuensi 13,56 MHz dan dapat membaca jenis tag Mifare 
Classic 1K. Dengan pertimbangan penggunaan yang cukup mudah dan harga yang 
terjangkau peneliti menggunakan modul RFID reader/writer produksi NXP 
Semiconductors yaitu RFID RC522. Bentuk secara fisik dari modul ini dapat dilihat 






Gambar 2.6 RFID reader/writer RC522 
(Sumber : Dokumentasi pribadi)  
Modul pembaca RFID RC522 yang digunakan memiliki spesifikasi produk 
sebagai berikut: 
a. Chipset    : MFRC522 Contactless Reader/Writer IC 
b. Frekuensi   : 13,56 MHz 
c. Jarak pembacaan kartu : < 50mm 
d. Protokol akses  : SPI (Serial Peripheral Interface) @ 10 Mbps 
e. Kecepatan transmisi RF : 424 kbps (dua arah / bi-directional) / 848 kbps 
(unidirectional) 
f. Mendukung kartu MIFARE jenis Classic S50 / S70, UltraLight, dan DESFire 
g. Framing & Error Detection (parity+CRC) dengan 64 byte internal I/O buffer 
h. Catu Daya: 3,3 Volt 
i. Konsumsi Arus: 13-26 mA pada saat operasi baca/tulis, < 80µA saat modus 
siaga 
j. Suhu operasional: -20°C s.d. +80°C 
2.1.8 Real Time Clock (RTC) 
Alat e-vote memerlukan informasi waktu yang akurat dan sesuai dengan 
waktu sebenarnya. Sehingga, peneliti menyematkan Real Time Clock atau RTC 




diproduksi oleh perusahaan Dallas Semiconductor merupakan sebuah IC yang 
memiliki kemampuan untuk menghasilkan gelombang kotak terprogram, sehingga 
dapat mengolah data waktu. Fungsi dari RTC adalah untuk menyediakan data 
waktu ketika diperlukan oleh alat e-vote, walaupun alat dalam keadaan mati RTC 
akan tetap aktif karena sudah dilengkapi dengan baterai tersendiri.  
Fitur yang dimiliki oleh RTC DS1307 adalah sebagai berikut. 
1. Dapat menyimpan data detik, menit, jam, tanggal, bulan, dan tahun, data 
tersebut valid sampai tahun 2100. 
2. Penyimpanan 56-byte RAM nonvolatile (NV) yang didukung oleh baterai 
internal agar dapat terus aktif. 
3. Antarmuka menggunakan serial two-wire (I2C). 
4. Sinyal keluaran gelombang kotak terprogram. 
5. Melakukan perpindahan daya otomatis ketika terdapat dua sumber dan salah 
satunya mengalami kegagalan daya. 
 
Gambar 2.7 RTC DS1307 
(Sumber : Dokumentasi pribadi) 
 
Gambar 2.7 menunjukkan diagram pin dari IC RTC DS1307. Sedangkan 
daftar pin RTC DS1307 adalah sebagai berikut : 
1. VCC-Primary Power Supply 




3. VBAT - + 3V Battery Input 
4. GND – Ground 
5. SDA – Serial Data 
6. SCL – Serial Clock 
7. SQW/OUT – Square Wave/Output Driver 
2.1.9 TFT LCD Touchscreen 2,4” 
Sebagai antarmuka alat dengan pengguna, peneliti menyematkan layar TFT 
LCD Touchscreen 2,4” pada alat e-vote bentuk fisik dari layar ini dapat dilihat pada 
Gambar 2.8. TFT LCD (Thin Film Transistor Liquid Crystal Display) itu sendiri 
adalah salah satu jenis LCD yang menggunakan teknologi transistor film tipis untuk 
meningkatkan kualitas gambar dan kontras. Layar TFT mampu memunculkan 
warna-warna yang cukup kaya , touchscreen resistif yang digunakan cukup sensitif 
terhadap sentuhan. 
 
Gambar 2.8 TFT LCD Touchscreen 2,4” 
(Sumber : Dokumentasi pribadi 
) 
 
Alat e-vote memanfaatkan layar TFT LCD sebagai tampilan untuk 
menampilkan surat suara elektronik dan tampilan lain yang diperlukan. 
Touchscreen digunakan sebagai input agar penggunaan alat e-vote menjadi lebih 




1. Tipe layar : TFT 
2. Model : 2,4” TFT LCD for Arduino 
3. Driver LCD : IC ILI9288 
4. Tegangan komunikasi : 3,3V – 5V 
5. Luas Layar : 240 pixel x 320 pixel 
6. Komunikasi 4 bit digital interface 
 
2.1.10 Wifi 
Menurut Priyambodo dan Heriadi (seperti dikutip Shofar & Suryono, 2014) 
Wi-Fi atau Wireles Fidelity adalah suatu standar Wireles Networking tanpa kabel, 
hanya dengan komponen yang sesuai dapat terkoneksi ke jaringan. Teknologi Wi-
Fi memiliki standar yang ditetapkan oleh sebuah institusi internasional, yang 
bernama Institute of Electrical and Electronic Engineers (IEEE) . 
Standarisasi dalam teknologi komunikasi yang diberikan oleh IEEE berupa 
kode, yaitu: 
 802.1: LAN/MAN Management and Media Access Control Bridges 
 802.2: Logical Link Control (LLC) 
 802.3: CSMA/CD (Standar untuk Ehernet Coaxial atau UTP) 
 802.4: Token Bus 
 802.5: Token Ring (bisa menggunakan kabel STP) 
 802.6: Distributed Queue Dual Bus (DQDB) MAN 
 802.7: LAN Broadband 
 802.8: Fiber Optik LAN & MAN (Standar FDDI) 




 802.10: LAN/MAN Security (untuk VPN) 
 802.11: LAN nirkabel (Wi-Fi) 
 802.12: Demand Priority Access Method 
 802.15: PAN nirkabel (Personal Area Network) > IrDA dan Bluetooth 
 802.16: Broadband Wireless Access (standar untuk WiMAX) 
 
2.1.10.1 Modul Wifi ESP01 
Modul Wifi ESP01 merupakan salah satu dari beberapa tipe modul wifi 
dengan harga murah yang memanfaatkan IC ESP8266 produksi Espressif Systems. 
ESP01 dapat digunakan baik sebagai host maupun client, ataupun kedua mode 
sekaligus. Komunikasi yang digunakan adalah komunikasi serial TTL sehingga 
sangat mudah untuk digunakan bersama dengan mikrokontroller.  
 
Gambar 2.9 Modul Wifi ESP01 
(Sumber : Dokumentasi pribadi) 
 
Gambar 2.9 menunjukkan bentuk modul wifi ESP01, modul ini digunakan 
oleh peneliti dikarenakan spesifikasi yang  cukup memadai untuk mendukung 
sistem dan dimensi yang kecil, sehingga dapat ditanamkan pada alat e-voting. 
Berikut ini adalah spesifikasi dari modul wifi  ESP01: 
1. Standar IEEE : 802.11 b/g/n 
2. Chipset  : ESP8266 Integrated low power 32 bit MCU 




4. Kemanan   : WPA/WPA2 
5. Suhu operasional : -40°C sampai dengan  +125°C 
 
2.1.11 Mikrokontroler Arduino Mega 2560 
Menurut Budiharto (2008) Mikrokontroller AVR merupakan pengontrol 
utama standar industri dan riset saat ini. Hal ini dikarenakan berbagai kelebihan 
yang dimilikinya dibandingkan mikroprosessor, yaitu murah, dukungan software 
dan dokumentasi yang memadai, dan memerlukan komponen pendukung yang 
sangat sedikit. Mikrokontroller lebih dari sekedar sebuah mikroprosesor karena 
sudah terdapat ROM (Read-Only Memory), RAM (Read-Write Memory), beberapa 
port masukan maupun keluaran, dan beberapa peripheral seperti 
pencacah/pewaktu, ADC (Analog to Digital converter), DAC (Digital to Analog 
converter) dan serial komunikasi.  
Peneliti menggunakan sebuah modul mikrokontroller Arduino tipe Arduino 
Mega 2560 dengan pertimbangan ukuran memori yang besar dan banyaknya pin 
komunikasi. Arduino Mega 2560 memanfaatkan mikrokontroller AVR Atmega 
2560 produksi Atmel sebagai inti. Secara fisik, Arduino Mega 2560 memiliki board 
berukuran lebih besar dibanding arduino tipe lainnya. Hal tersebut dikarenakan 
board ini memiliki pin analog, pin digital, serta pin komunikasi yang lebih banyak 
dibanding arduino tipe lainnya. Bentuk serta tampilan dari Arduino Mega 2560 





Gambar 2.10 Arduino Mega 2560 
(Sumber :Dokumentasi pribadi) 
 
Arduino Mega 2560 memiliki 54 pin digital input/output, dimana 16 pin 
sebagai input analog, 15 pin dapat digunakan sebagai output PWM, dan 4 pin 
sebagai UART (port serial hardware). Berikut adalah keterangan spesifikasi dari 
Arduino Mega 2560. Spesifikasi dari Arduino Mega 2560 dapat dilihat pada Tabel 
2.2. 
Tabel 2.2 Spesifikasi Arduino Mega 2560 
Mikrokontroller ATmega2560 
Tegangan operasi 5V 
Rekomendasi tegangan input 7-12V 
Batas tegangan input 6-20V 
Digital I/O Pin 54 (dimana 15 disediakan untuk 
keluaran PWM) 
Analog Input Pin 16 
Arus DC per I/O Pin 40 mA  
Arus DC untuk pin 3.3V 50 mA 
Flash Memory 256 KB dimana 8 KB digunakan oleh 
bootloader 
SRAM 8 KB 
EEPROM 4 KB 





2.1.11.1 Software Arduino IDE 
Arduino IDE (Integrated Development Environment) merupakan sebuah 
perangkat lunak yang dikembangkan berdasarkan sebuah program bernama 
Processing, bahasa yang digunakan dalam Arduino IDE merupakan pengembangan 
dari bahasa C++. Di dalam arduino IDE pengguna dapat melakukan editing, 
compiling, dan uploading program Arduino ke Arduino Board, seperti Arduino 
Mega 2560. Software ini digunakan untuk menulis program pada board arduino. 
Seperti yang dijelaskan Istiyanto (2014) IDE (Integrated Development 
Environment) Arduino merupakan aplikasi yang mencakup editor, compiler, dan 
uploader dapat menggunakan semua seri modul keluarga Arduino, seperti Arduino 
Duemelanove, Uno, Bluetooth, Mega. Software IDE Arduino yang digunakan pada 
penelitian kali yaitu Arduino IDE versi 1.6.6. Gambar 2.11 menunjukkan layar 
Splash Arduino IDE versi 1.6.6. 
 
Gambar 2.11 Form Splash Arduino Versi 1.6.6 
Arduino IDE sangat mudah digunakan dan banyak sekali pengembang di 
seluruh dunia yang terus berkontribusi baik dalam penyempurnaan Arduino IDE 
maupun library-library yang dapat digunakan di dalam Arduino IDE. Library 
adalah istilah untuk suatu program fungsi yang dapat digunakan untuk 
memanipulasi data maupun digunakan untuk menggunakan hardware tertentu. 





Gambar 2.12 Tampilan IDE Arduino Versi 1.6.6 
Arduino telah mengintegrasikan perangkat lunak downloader yang bersifat 
In System Programming, semua Arduino Board dapat diprogram dengan mudah, 
tanpa pengaturan yang berbelit pengguna dapat melakukan upload program dari 
Arduino IDE ke Arduino Board. 
 
2.1.12 Web Server 
Web sever adalah suatu program komputer yang mempunyai tanggung 
jawab atau tugas menerima permintaan HTTP dari komputer klien, yang dikenal 
dengan nama web browser, dan melayani mereka dengan menyediakan respon 
HTTP berupa konten data, biasanya berupa halaman web yang terdiri dari dokumen 
HTML, dan objek yang terkait seperti gambar, dan lain-lain (MADCOMS, 2011, 
hal. 229). 
Menurut devinisi lain menyebutkan web server adalah sebuah aplikasi 




mengirimkannya kembali dalam bentuk halaman-halaman web. Halaman-halaman 
web yang dikirimkan oleh web server biasanya berupa file-file HTML dan CSS 
yang nantinya akan ditata oleh browser sehingga menjadi halaman-halaman web 
yang bagus dan mudah dibaca (Rahayu, P., & Haritman, 2014). Cara kerja dari web 
server sebenarnya sangat mudah dipahami. Proses yang akan terjadi pada browser 
adalah browser akan membentuk koneksi dengan web server, meminta halaman 
website dan menerimanya. Web server kemudian mengecek permintaan tersebut 
apakah tersedia atau tidak. Apabila tersedia, maka web server akan mengirimkan 
data kepada browser. 
PHP merupakan singkatan dari “Hypertext Preprocessor”. PHP adalah 
sebuah bahasa scripting yang terpasang pada HTML. Sebagian besar sintaksnya 
mirip dengan bahasa pemrograman C, Java, asp dan Perl, ditambah beberapa fungsi 
PHP yang spesifik dan mudah dimengerti (MADCOMS, 2011, hal. 228). PHP 
digunakan untuk membuat tampilan web menjadi lebih dinamis, walaupun tidak 
tertutup kemungkinan digunakan untuk pemakaian lain. PHP salah satunya 
digunakan untuk database. 
 
2.1.13 Database 
Database adalah kumpulan data yang terintegrasi dan diatur sedemikian 
rupa sehingga data tersebut dapat dimanipulasi, diambil, dan dicari secara cepat 
(Raharjo, 2015:2). Selain berisi data, database juga berisi metadata. Metadata 
adalah data yang menjelaskan tentang struktur dari data itu sendiri (Raharjo, 
2015:2). Dari penjelasan diatas peneliti menyimpulkan database adalah tempat 




diintegrasikan dengan program pendukung seperti VB.NET 2010, database berisi 
data dan metadata. Data dalam database akan diklasifikasikan berdasarkan 
jenisnya dan disimpan dalam wadah tersendiri, yang disebut tabel. 
 
2.1.13.1 Tabel 
Tabel adalah suatu entitas yang tersusun atas kolom dan baris. Dalam dunia 
database, kolom disebut field dan baris disebut record. Perhatikan Gambar 2.13, 
di dalam sebuah tabel harus terdapat baris dan kolom, jumlah baris dan kolom 
berbeda-beda sesuai dengan kebutuhan sistem: 
 
Gambar 2.13 Representasi tabel pada database 
 
Tabel diatas terdiri dari tiga buah kolom (field): nama, alamat dan id, sedangkan 
jumlah baris data (Record) ada tiga. 
 
2.1.13.2 MySQL 
Database yang digunakan dalam penelitian ini adalah MySQL. MySQL 
adalah software RDBMS ( Relational Database Management System) yang dapat 




yang sangat besar, dapat diakses oleh banyak user (multiuser), dan dapat melakukan 
suatu proses secara sinkron atau bersamaan (multi-threaded) (Raharjo, 2015:16). 
Sumber lain menyebutkan MySQL adalah sebuah multithreaded, multiuser, sql 
(structured query language), relational database server (RDBMS) (Maulana, 
2015:19). 
Database MySQL dipilih karena merupakan jenis database yang sudah 
sering digunakan dan mudah digunakan. Selain itu, MySQL mendukung berbagai 
bahasa pemrograman, sehingga sistem yang dibangun dapat dikembangkan lebih 
lanjut dengan sistem lain.  
2.2 Kerangka Berpikir 
 





Gambar 2.14 menunjukkan kerangka berpikir dari perancangan alat 
pemilihan elektronik. Pemungutan suara yang dilakukan secara konvensional 
seperti yang dilaksanakan pada tanggal 9 Juli 2014 lalu, masih memanfaatkan 
pendataan secara manual. Pemilih diberikan surat pemberitahuan mengenai 
statusnya sebagai daftar pemilih tetap beserta tempat TPS pemilih dapat memilih. 
Data tersebut tidak sebatas daftar pemilih tetap (DPT) saja, melainkan banyak data 
lainnya seperti daftar pemilih tambahan (DPTb), daftar pemilih khusus (DPK), dan 
daftar pemilih khusus tambahan (DPKTb). Banyaknya data dan pendataan yang 
dilakukan secara manual memungkinkan terdapatnya pemilih ganda atau hak suara 
tidak tersampaikan dengan semestinya. Selain itu, kebutuhan akan surat suara yang 
terbuat dari kertas menjadi sumber masalah berikutnya. Yaitu, kesalahan cetak dan 
keterlambatan pengiriman surat suara serta tidak meratanya pembagian surat suara.  
Proses penghitungan suara dan rekapitulasi suara memakan waktu yang 
cukup lama. Selama proses tersebut dimungkinkan terjadinya tindakan kecurangan 
oleh pihak yang ingin memenangkan suata pasangan calon. Selama proses ini juga, 
banyak terjadi kesenjangan antara pasangan calon presiden dan wakil presiden 
maupun para pendukung pasangan calon tersebut. Banyaknya lembaga quick count 
yang bermunculan, membuat masyarakat berspekulasi bahkan dapat memicu 
pertikaian. Dengan hadirnya lembaga-lembaga quick count yang mengklaim 
memiliki ketepatan tinggi membuat sebagian pihak lebih mempercayai hasil quick 
count dibanding dengan hasil rekapitulasi sebenarnya. 
Masalah-masalah yang telah disebutkan di atas dapat diatasi jika pemilihan 
dilakukan secara elektronik. Kesalahan cetak pada surat suara tidak akan terjadi, 




pemanfaatan kartu tanda penduduk elektronik (e-KTP) dan verifikasi sidikjari. 
Dengan sinkronisasi alat pemilihan elektronik ke server maka pemilih tidak harus 
kembali ke domisili mereka. Proses rekapitulasi suara tidak harus melalui jenjang 
yang panjang dan waktu yang lama, serta mengurangi kemungkinan kesalahan 






2.2.1 Blok Diagram 
Perancangan alat e-vote bermula dari merancang blok diagram. Blok 
diagram alat e-vote ditunjukkan pada Gambar 2.15. 
 
Gambar 2.15 Blok diagram prototipe e-vote 
 
Masukan pada alat e-vote berupa RFID reader, fingerprint reader, dan 
RTC. RTC digunakan sebagai acuan waktu, RFID reader digunakan untuk 
membaca data e-KTP, fingerprint reader digunakan untuk membaca sidik jari 
pemilih. Modul WiFi digunakan untuk masuk ke dalam jaringan wifi yang telah 
terhubung dengan internet. Koneksi ini diperlukan agar alat dapat berkomunikasi 




2.2.2 Flowchart Sistem Kerja Prototipe e-Vote 
 




2.3 Hipotesis Penelitian 
Dengan diterapkannya prototipe e-voting diharapkan proses pemilihan 
dapat berjalan lebih baik. Mengurangi penggunaan kertas, menangani 
permasalahan pemilih ganda, dan penghitungan suara menjadi jauh lebih cepat.  
Pemilih menjadi lebih nyaman dalam menyalurkan hak suaranya. Selain itu, 
pemilih juga tidak perlu lagi kembali ke domisili sesuai dengan yang tertera pada 






3.1 Tujuan Penelitian 
Tujuan dibuatnya alat e-vote adalah mengurangi penggunaan kertas, 
menghindari adanya sisa surat suara, memanfaatkan e-KTP dalam hal ini 
menggunakan kartu RFID, dengan pemanfaatan e-KTP maka pemilih ganda dapat 
terhindari, penghitungan dan rekapitulasi suara menjadi jauh lebih cepat dan lebih 
mudah.  
Pemanfaatan e-KTP juga memungkinkan digunakannya verifikasi 
fingerprint. Sehingga, alat e-vote dapat memastikan hanya pemilih yang berhak 
yang dapat melakukan pemilihan.  
 
3.2 Tempat dan Waktu Penelitian 
Penelitian dilakukan di Laboratorium Elektronika Ruang 401, Jurusan 
Teknik Elektro, Fakultas Teknik, Universitas Negeri Jakarta. Dalam rentang waktu 
pada bulan Juli-Desember 2015. 
 
3.3 Metodologi Penelitian  
Agar dapat mencapai tujuan dari penelitian perlu menentukan metodologi 
penelitian terlebih dahulu. Metodologi penelitian itu sendiri adalah tahapan-tahapan 
yang dilakukan dalam penelitian ilmiah untuk mencapai tujuan dari penelitian. 




menggunakan metodologi penelitian dan pengembangan (Research and 
Development).  
Menurut Borg dan Gall (1989) penelititan dan pengembangan (Research 
and Development) merupakan metode penelitian yang digunakan untuk 
mengembangkan atau memvalidasi produk-produk yang digunakan dalam 
pendidikan dan pembelajaran. Tahap-tahap metodologi penelitian dapat dilihat 
pada Gambar 3.1. 
 





3.3.1 Analisis Kebutuhan Sistem 
Analisis kebutuhan sistem adalah tahap dimana peneliti menentukan 
kebutuhan dari sistem agar alat pemilihan elektronik dapat digunakan sesuai dengan 
tujuan penelitian. Untuk memenuhi tujuan tersebut, peneliti membangun sebuah 
web server  dengan memanfaatkan phpMySQL sebagai basis data, serta 
menggunakan mikrokontroller untuk mengolah input dan output. Komunikasi 
antara mikrokontroller dengan web server menggunakan akses internet melalui 
modul wifi. 
 
3.3.2 Perancangan Sistem 
Perancangan sistem merupakan perencaan peneliti dalam pembuatan 
prototipe e-vote mengggunakan kartu RFID dan verifikasi fingerprint berbasis 
mikrokontroller Arduino Mega 2560. Blok diagram perancangan sistem dapat 
dilihat di Bab II. 
 
3.3.3 Pengujian dan Analisis 
Pada tahap ini peneliti melakukan beberapa pengujian terhadap prototipe e-
vote dan server. Pengujian pertama peneliti megnintegrasikan semua komponen 
pendukung dengan mikrokontroller Arduino Mega 2560. Selanjutnya, pengujian 
tahap kedua adalah menguji pembacaan data kartu e-KTP dan pembacaan 
fingerprint sensor serta pengiriman data yang telah diproses ke web server. 
Pengujian tahap akhir adalah pengujian kelayakan prototipe e-vote. Apakah 
alat e-vote dapat memproses dan mengirimkan data ke server sesuai dengan data 




data pengujian yang akurat dengan melakukan simulasi pemilihan sebanyak lima 
kali serta menganalisis data pemilihan yang diproses. 
 
3.3.4 Implementasi Sistem Perangkat Keras 
Dalam mendesain sistem perangkat keras prototipe e-vote, peneliti 
menggunakan papan PCB Pertinax single layer dengan ukuran panjang 14cm dan 
lebar 10cm. Untuk menutup papan tersebut peneliti membuat sebuah case 
menggunakan akrilik warna putih dengan tebal 2mm.  
 
3.3.5 Implementasi Sistem Perangkat Lunak 
Penentuan perangkat lunak peneliti mulai dari pemilihan Arduino IDE. 
Karena perangkat lunak tersebut dirancang khusus untuk mikrokontroller Arduino 
Mega 2560. Penggunaan Arduino IDE juga dikarenakan kemudahannya, terdapat 
banyak sekali library yang dapat langsung digunakan serta berbagai contoh 
program yang dapat membantu proses penelitian.  
Untuk desain web server, peneliti menggunakan perangkat lunak Rapid 
PHP 2015. Peneliti memilih perangkat lunak tersebut karena web server yang 
dirancang menggunakan bahasa PHP serta perangkat lunak tersebut memudahkan 
peneliti dalam pembuatan program serta debugging.  
 
3.4 Rancangan Penelitian 
Rancangan penelitian merupakan suatu rencana yang komprehensif dan 
memiliki tujuan yang terarah dalam melakukan penelitian untuk menghasilkan 




dilakukan dalam beberapa tahapan, yaitu menentukan diagram blok sistem, 
perencanaan desain alat, perancangan perangkat keras, dan perancangan perangkat 
lunak. 
 
3.4.1 Menentukan Diagram Blok Sistem 
Untuk dapat menentukan diagram blok sistem peneliti merancang diagram 
blok program dari keseluruhan sistem sebagai bahan acuan dalam proses 
penerjemahan diagram blok menjadi sebuah prototipe e-vote serta sebagai bahan 
analisa kebutuhan perangkat pendukung, baik itu pernagkat keras maupun 
perangkat lunak. Diagram blok dapat dilihat pada Gambar 3.2. 
 
Gambar 3.2 Blok diagram prototipe e-vote 
 
Berdasarkan diagram blok pada Gambar 3.2 , tahap pertama RTC akan mengirim 
data waktu saat itu untuk kemudian di proses oleh mikorkontroller Arduino Mega 




ditentukan atau belum. Jika pemilu sudah dimulai, maka RFID reader akan 
membaca data yang terdapat di dalam e-KTP yang telah terdaftar untuk kemduan 
dikirimkan ke mikrokontroller Arduino Mega 2560. Setelah itu fingerprint akan 
membaca data sidik jari pemilih sesuai dengan data di dalam e-KTP dan 
mengirimkannya ke Mega 2560. Jika data yang dikirim RFID reader dengan data 
yang dikirim modul fingerprint sesuai maka proses selanjutnya dapat dilaksanakan. 
Yaitu, memilih pasangan calon, data hasil pemilihan kemudian dikirim ke server 
melalui jaringan internet menggunakan modul wifi ESP01. 
 
3.4.2 Perencanaan Desain Alat 
Prototipe e-vote didesain dengan warna putih melambangkan pemilu yang 
bersih. Alat ini juga dilengkapi dengan layar LCD TFT Touchscreen seluas 2,4” 
sebagai antarmuka, pemilih dapat langsung memilih melalui layar tersebut. 
Tampilan secara fisik dapat dilihat pada Gambar 3.3. 
 
Gambar 3.3 Desain Prototipe e-Vote 
 
Keterangan gambar : 




 Terdapat fingerprint sensor pada bagian sudut kanan atas alat 
 LCD TFT Touchscreen 2,4” sebagai antarmuka alat dengan pengguna, surat 
suara elektronik juga akan ditampilkan pada layar ini 
 
3.4.3 Perancangan Perangkat Keras 
Peneliti memahami bahwa perancangan perangkat keras tentu akan 
menentukan keberhasilan suatu sistem. Maka penempatan setiap komponen sudah 
diperhitungkan dan tidak akan mengganggu satu sama lain.  
 
3.4.3.1 Perancangan Integrasi Sistem 
Perancangan integrasi sistem perlu dilakukan agar perancangan alat secara 
keseluruhan dapat dilakukan dengan baik. perancangan integrasi sistem dilakukan 
satu per-satu agar penentuan pin input maupun pin output yang digunakan pada 
mikrokontroller Arduino Mega 2560 menjadi lebih mudah untuk dilakukan. Setelah 
perancangan pengitegrasian selesai dilakukan, barulah peneliti dapat membuat 
skematik dan layout serta PCB prototipe e-vote. Adapun perancangan tersebut 










1. Perancangan Pengintegrasian RTC dan Fingerprint dengan Mega 2560 
 
Gambar 3.4 Integrasi modul RTC dan Fingerprint dengan Mega 2560 
 
Modul RTC berkomunikasi menggunakan Serial I2C, jadi RTC hanya 
menggunakan dua jalur komunikasi yaitu SDA dan SCL. Komunikasi I2C 
membutuhkan alamat untuk dapat saling berkomunikasi, maka alamat RTC 
ditentukan terlebih dahulu. Sedangkan modul fingerprint menggunakan 
komunikasi serial UART, menggunakan dua jalur Rx dan Tx.  
2. Perancangan Pengintegrasian Modul RFID MFRC522 dengan Mega2560 
 






3. Perancangan Pengintegrasian TFT LCD dan ESP01 dengan Mega2560 
 
Gambar 3.6 Integrasi TFT LCD dan ESP01 dengan Mega2560 
 
4. Perancangan Skematik Rangkaian 
 








5. Perancangan Desain Layout  PCB e-Vote 
 
Gambar 3.8 Layout PCB Single Layer e-Vote 
 
3.4.4 Perencanaan Perangkat Lunak 
Perancangan perangkat lunak merupakan sebuah perancangan program 
pendukung prototipe e-vote agar dapat bekerja dengan baik. Peneliti merancang dua 
buah perangkat lunak agar e-vote dapat bekerja sesuai dengan tujuannya, kedua 
perangkat lunak tersebut dapat saling berkomunikasi. Berikut adalah penjelasan 
perangkat lunak tersebut. 
 
3.4.4.1 Perancangan Program Arduino untuk mikrokontroller Mega 2560 
Perangkat lunak pertama adalah program arduino yang dirancang 
menggunakan perangkat lunak lain bernama IDE Arduino versi 1.6.6. Perancangan 




dan verifikasi fingerprint berbasis mikrokontroller arduino Mega 2560. Berikut 
merupakan detail penggunaan pin-pin input pada mikrokontroller arduino mega 
2560 dengan perangkat input yang digunakan pada alat e-vote, dapat dilihat pada  
Tabel 3.1 Penggunaan Pin Input pada Mega 2560 
No Perangkat Input Pin Perangkat Input Pin Mega 2560 
1 RTC – SDA  1 SDA (D20) 
2 ESP01 – TX 1 RX2 (D17) 
3 Fingerprint - RX  1 RX3 (D19) 
4 RFID Reader-MISO  3 MISO (D51) 
5 Touchscreen 





Untuk penggunaan pin output pada Mega 2560 dengan perangkat keluaran, 
dapat dilihat pada Tabel 3.2.  
Tabel 3.2 Penggunaan Pin Output pada Mega 2560 
No Perangkat Output Pin Perangkat Output Pin Mega 2560 
1 RTC – SDA  1 SDA (D20) 
2 ESP01 – RX 1 TX2 (D16) 
3 Fingerprint – RX 1 TX3 (D18) 
4 
RFID Reader – 
MOSI  

















Penggunaan pin masukan dan keluaran dari mikrokontroller Arduino Mega 




keluaran dan fungsi-fungsi khusus dari setiap pin Mega 2560. Diagram alir atau 










3.4.4.2 Perancangan Program Web Server   
Peneliti menggunakan web server karena database harus dapat diakses dari 
jarak jauh. Dalam merancang web server peneliti menggunakan bahasa PHP dan 
MySQL. Program ini berfungsi untuk menerima data yang dikirm oleh alat e-vote 
untuk kemudian diolah dan disimpan ke database. Database berisi data pemilih dan 
data pasangan calon. Sistem kerja dari program web server dapat dilihat dari 
diagram alir pada Gambar 3.10 dan Gambar 3.11. 
 
 





Gambar 3.11 Diagram Alir Pengiriman Data Hasil Web Server e-Vote 
 Gambar 3.10 merupakan diagram alir untuk halaman yang berfungsi 
menerima dan memproses data dari e-vote berupa permintaan pengiriman id status. 
Sedangkan, Gambar 3.11 merupakan diagram alir dari halaman yang berfungsi 
untuk menerima dan memproses data dari e-vote berupa data hasil pemilihan. Dari 
Gambar 3.10 dan Gambar 3.11 dapat diketahui bahwa data dapat diproses jika 
semua data yang dideklarasikan telah sesuai dengan keharusan dari halaman web 





3.5 Instrumen Penelitian 
Untuk memberikan hasil yang akurat dan presisi saat pengambilan data dalam 
penelitian ini, digunakan beberapa instrumen penelitian yaitu sebagai berikut : 
1. Laptop yang digunakan dalam penelitian dengan spesifikasi sebagai 
berikut: 
a. Intel(R) Core(TM) i3 CPU M 330 @ 2.13GHz 
b. Memory 4.00 GB (3,68 GB usable) 
c. Harddisk 300 GB 
d. LCD 14” 
e. Sistem Operasi Windows 10 Enterprise 64-bit 
2.   Software pendukung terdiri dari: 
a. Arduino IDE 1.6.6, untuk membuat program e-vote dan 
memprogram Arduino Mega 2560. 
b. Eagle 6.4.0, untuk membuat skematik dan layout rangkaian. 
c. Google Sketchup 2014, untuk membuat desain perancangan maket. 
d. Microsoft Publisher 2013, yaitu untuk pembuatan flowchart dan 
blok diagram. 
e. Paint, untuk menggambar perancangan rangkaian dan pengambilan 
gambar. 
f. Microsoft Office 2013, yaitu berfungsi untuk penulisan laporan. 
g. Snipping Tool, digunakan untuk mengambil gambar pada layar 
laptop. 
h. Rapid PHP 2015, untuk membuat program web server 




3. Hardware pendukung yang digunakan terdiri dari: 
a. Solder listrik. 
b. Atraktor  
c. Mini electric drill (Bor tangan kecil). 





i. Tang potong 
4. Alat ukur AVOmeter Sanwa digunakan untuk mengukur besar tegangan, 
mengukur komponen elektronika yang digunakan pada rangkaian, 
menganalisa kesalahan jalur-jalur tembaga pada PCB dalam rangkaian e-
Vote. 
 
3.6 Prosedur Penelitian 
Prosedur penelitian prototipe e-vote menggunakan kartu RFID dan 
verifikasi fingerprint dilakukan melalui beberapa tahap : 
1. Pembuatan rangkaian 
Peneliti merancang dan membuat rangkaian yang mengintegrasikan semua 
modul dan komponen pendukung menjadi satu dalam papan pcb single layer 
dengan dimensi 14cm x 6,5 cm. Modul-modul yang disematkan dalam 
rangkaian adalah modul TFT LCD 2,4 inch, modul WiFi ESP01, modul 




Serta komponen pendukung yaitu, regulator 3,3 volt, dan sistem minimum 
Atmega 328 sebagai pemroses fingerprint sensor.  
2. Pembuatan program Mikrokontroler Arduino Mega 2560 dengan Arduino 
IDE 
Program mikrokontroler Arduino Mega 2560 dirancang khusus untuk 
memproses data yang diberikan oleh modul RFID reader and writer, 
memproses data ID sidik jari yang diberikan oleh minimum sistem 
ATmega328, dan memproses data untuk TFT LCD touchscreen 2,4 inch 
sebagai antarmuka alat, serta mengirimkan data hasil pemilihan ke server 
melalui koneksi internet menggunakan modul wifi ESP01. Semua program 
dirancang dan dibuat menggunakan perangkat lunak Arduino IDE. 
3. Koneksi e-Vote dengan server  
Peneliti merancang sebuah web server agar dapat diakses dengan mudah 
dari mana saja selama ada koneksi internet. Komunikasi antara alat e-vote 
dengan server dilakukan melalui koneksi internet. Alat e-vote mengirimakn 
data untuk kemudian diproses oleh server. Data yang dikirim oleh alat dapat 
berupa request atau hanya sebatas pengiriman data tanpa meminta jawaban 
dari server.  
4. Uji coba alat dengan Server. 
Pengujian alat secara keseluruhan dilakukan setelah pengujian perangkat 





3.7 Pengujian Sistem 
Peneliti menentukan beberapa kriteria pengujian untuk dapat menyatakan 
bahwa sistem yang telah dibuat dapat dinyatakan berhasil atau tidak. Pengujian 
dilakukan berupa pengujian hardware dan software. Dalam pengujian sistem, 
peneliti menggunakan metode black box. Menurut Pressman (2001) metode black 
box adalah metode perancangan data uji yang didasarkan pada spesifikasi sistem. 
 
3.7.1 Kriteria Pengujian Hardware dan Software 
3.7.1.1 Pengujian Pembacaan Data Kartu e-KTP 
Dalam pengujian pembacaan data kartu e-KTP menggunakan alat e-vote, 
data yang dimaksud adalah data ID pemilik e-KTP yang sebelumnya telah 
dimasukkan ke dalam memori kartu e-KTP dan sesuai dengan data di database 
sever. ID ini berbeda dengan UID kartu RFID pada umumnya. 
Tabel 3.3 Pengujian Pembacaan Data Kartu e-KTP 
No Kartu  
e-KTP 
Kriteria Pengujian Hasil 
1 Kartu 1 Data kartu yang dibaca sesuai dengan 
data di dalam kartu e-KTP 
 
2 Kartu 2 Data kartu yang dibaca sesuai dengan 
data di dalam kartu e-KTP 
 
3 Kartu 3 Data kartu yang dibaca sesuai dengan 
data di dalam kartu e-KTP 
 
4 Kartu 4 Data kartu yang dibaca sesuai dengan 
data di dalam kartu e-KTP 
 
5 Kartu 5 Data kartu yang dibaca sesuai dengan 






3.7.1.2 Pengujian Verifikasi Status Pemilih 
Pengujian ini dilakukan dengan tujuan untuk mengetahui apakah benar alat 
dapat melakukan verifikasi bahwa pemilih hanya dapat memilih satu kali, dengan 
cara mengirim data ke server dan kemudian menunggu jawaban dari server. 
Tabel 3.4 Pengujian Verifikasi Status Pemilih 
No ID pemilih Status ID Kriteria Pengujian Hasil  
1 1 0 Jika status ID = 0 
maka tampilan layar 
beralih ke verifikasi 
sidik jari. Jika status 
ID = 1 maka akan ada 
pemberitahuan di 
layar bahwa ID 
sudah memilih. 
 
2 2 0 Jika status ID = 0 
maka tampilan layar 
beralih ke verifikasi 
sidik jari. Jika status 
ID = 1 maka akan ada 
pemberitahuan di 
layar bahwa ID 
sudah memilih. 
 
3 3 0 Jika status ID = 0 
maka tampilan layar 
beralih ke verifikasi 
sidik jari. Jika status 
ID = 1 maka akan ada 
pemberitahuan di 
layar bahwa ID 
sudah memilih. 
 
4 4 1 Jika status ID = 0 
maka tampilan layar 
beralih ke verifikasi 
sidik jari. Jika status 
ID = 1 maka akan ada 
pemberitahuan di 
layar bahwa ID 
sudah memilih. 
 
5 5 1 Jika status ID = 0 
maka tampilan layar 
beralih ke verifikasi 
sidik jari. Jika status 






layar bahwa ID 
sudah memilih. 
 
3.7.1.3 Pengujian Verifikasi Sidik Jari 
Pengujian verifikasi sidik jari dilakukan jika tahap pengujian pembacaan 
data e-KTP dan verifikasi status pemilih sudah terlewati dengan sempurna. 
Pengujian ini dilakukan dengan cara membandingkan data dari kartu e-KTP dengan 
data yang dibaca oleh sensor sidik jari. Jika sidik jari yang dibaca oleh sensor sesuai 
dengan data yang terdapat pada kartu, maka pemilih dapat melakukan pemilihan 
dan layar beralih ke layar surta suara. Jika sidik jari yang dibaca oleh sensor tidak 
sesuai dengan data yang terdapat pada kartu, maka alat akan menampilkan 
keterangan verifikasi gagal dan layar akan kembali ke layar semula.  










1 1 Sesuai Membandingkan 
data e-KTP 




beralih ke layar 
surat suara 
  














3 3 Sesuai Membandingkan 
data e-KTP 




beralih ke layar 
surat suara 
  








beralih ke layar 
surat suara 
  
5 4 Sesuai Membandingkan 
data e-KTP 








3.7.1.4 Pengujian Pengiriman Data Suara 
Pengujian pengiriman data suara dilakukan dengan tujuan untuk mengetahui 
apakah data suara yang dipilih oleh pemilih terkirim dengan baik ke server oleh 
alat. Pengujian dilakukan dengan cara melakukan pemilihan terhadap salah satu 
kandidat, kemudian membandingkan data tersebut dengan data di dalam database 
server. 
Tabel 3.6 Pengujian Pengiriman Data Suara 
No Data Suara Kriteria Pengujian Waktu Hasil Pengujian 
1 1 Tabel Kandidat di 





sesuai dengan data yang 
diberikan 
2 2 Tabel Kandidat di 
database diperbarui  
sesuai dengan data yang 
diberikan 
  
3 3 Tabel Kandidat di 
database diperbarui  
sesuai dengan data yang 
diberikan 
  
4 4 Tabel Kandidat di 
database diperbarui  
sesuai dengan data yang 
diberikan 
  
5 5 Tabel Kandidat di 
database diperbarui  




3.7.1.5 Pengujian Perbaruan Status Pemilih 
Pengujian perbaruan status pemilih dilakukan untuk menentukan bahwa 
benar alat dapat mengubah status pemilih jika pemilih sudah melakukan pemilihan. 
Pengubahan status dilakukan dengan cara alat mengirim data ke web server untuk 
kemudian diolah dan hasilnya adalah data pemilih yang bersangkutan akan 
diperbarui. 
Tabel 3.7 Pengujian Perbaruan Status Pemilih 
No ID Pemilih 
sesuai e-KTP 
Kriteria pengujian Hasil 
1 1 Status ID pemilih 
berubah menjadi 1, jika 
pemilih telah melakukan 
pemilihan 
 
2 2 Status ID pemilih 
berubah menjadi 1, jika 
pemilih telah melakukan 
pemilihan 
 
3 3 Status ID pemilih 





pemilih telah melakukan 
pemilihan 
4 4 Status ID pemilih 
berubah menjadi 1, jika 
pemilih telah melakukan 
pemilihan 
 
5 5 Status ID pemilih 
berubah menjadi 1, jika 




3.7.1.6 Pengujian Parameter Mulai Pemilu 
Pemilu baru dapat dimulai jika dua parameter terpenuhi, kedua parameter 
tersebut adalah konektivitas jaringan wifi dan waktu berlangsungnya pemilu. 
Pengaturan kedua parameter tersebut hanya dapat dilakukan oleh admin yang 
ditunjuk. Pengujian dilakukan dengan memberikan enam kemungkinan. 
Tabel 3.8 Pengujian parameter mulai pemilu 
No Konektivitas 
Wifi 







Jika jaringan wifi 
sudah terhubung 
dan waktu real 
time sesuai dengan 











Jika jaringan wifi 
sudah terhubung 
dan waktu real 
time sesuai dengan 











Jika jaringan wifi 
sudah terhubung 
dan waktu real 
time sesuai dengan 












Jika jaringan wifi 
sudah terhubung 
dan waktu real 
time sesuai dengan 









Jika jaringan wifi 
sudah terhubung 
dan waktu real 
time sesuai dengan 









Jika jaringan wifi 
sudah terhubung 
dan waktu real 
time sesuai dengan 











HASIL PENELITIAN DAN PEMBAHASAN 
 
4.1 Hasil Penelitian 
Hasil pengujian yang telah dilakukan terhadap indikator-indikator 
penelitian dari “Prototipe E-Voting Menggunakan Kartu Rfid Dan Verifikasi 
Fingerprint Berbasis Mikrokontroller Arduino Mega 2560” dapat dikategorikan 
sebagai berikut : 
1. Hasil pengujian dan pembuatan perangkat keras (hardware). 
2. Hasil pengujian perangkat lunak (software). 
3. Hasil pengujian prototipe pemilihan eletronik (e-vote) terhadap web server 
dalam simulasi pemilu. 
 
4.1.1 Hasil pengujian dan pembuatan Hardware 
4.1.1.1 Hasil dan Pembuatan Alat  
Prototipe e-vote menggunakan RFID dan verifikasi fingerprint berbasis 
Arduino Mega 2560 terdiri dari casing atau kotak penutup alat, dan papan rangkaian 
yang sudah memuat semua modul dan komponen pendukung yang diperlukan. 
Casing terbuat dari akrilik berwarna putih dengan ketebalan 2mm. Dimensi casing 
yang dirancang oleh peneliti sesuai dengan rancangan desain alat yang telah 
dijelaskan pada bab 3, yaitu panjang 161 mm x lebar 118 mm x tinggi 48,5 mm. 






Gambar 4.1 Casing prototipe e-vote 
 
Papan rangkaian (board) prototipe e-vote yang dirancang memiliki dimensi 
panjang14cm x lebar 6,5 cm. Seperti tampak pada Gambar 4.2. 
          




Setelah selesai membuat casing dan papan rangkaian prototipe e-vote 
peneliti menggabungkan keduanya sehingga menjadi seperti tampak pada Gambar 
4.3.  
 
Gambar 4.3 Hasil akhir pembuatan prototipe e-vote 
 
4.1.2 Hasil Pengujian Software dan Server e-Vote 
4.1.2.1 Hasil Pengujian Pembacaan Data Kartu e-KTP 
Pengujian dilakukan dengan cara menempelkan atau mendekatkan kartu e-
KTP ke bagian pembacaan pada alat. Kemudian alat akan menampilkan data yang 
terdapat di dalam kartu e-KTP tersebut. Data yang ditampilkan adalah nama dari 
pemilik kartu e-KTP tersebut. Sebagian dari data yang dibaca akan dikirimkan ke 





Tabel 4.1 Hasil pengujian pembacaan data kartu e-KTP 
No Kartu  
e-KTP 
Kriteria Pengujian Hasil 
1 Kartu 1 Data kartu yang dibaca sesuai dengan data di 
dalam kartu e-KTP 
Sesuai 
2 Kartu 2 Data kartu yang dibaca sesuai dengan data di 
dalam kartu e-KTP 
Sesuai 
3 Kartu 3 Data kartu yang dibaca sesuai dengan data di 
dalam kartu e-KTP 
Sesuai 
4 Kartu 4 Data kartu yang dibaca sesuai dengan data di 
dalam kartu e-KTP 
Sesuai 
5 Kartu 5 Data kartu yang dibaca sesuai dengan data di 
dalam kartu e-KTP 
Sesuai 
 
Gambar 4.4 menunjukkan hasil pengujian pembacaan data kartu e-KTP. 
Nama yang dibaca oleh alat sama dengan nama yang tertera di e-KTP, sesuai 
dengan data yang telah dimasukkan ke dalam kartu e-KTP tersebut. 
 
Gambar 4.4 Hasil pengujian pembacaan data kartu e-KTP 
 
4.1.2.2 Hasil Pengujian Verifikasi Status Pemilih 
Pengujian verifikasi status pemilih dilakukan dengan memanfaatkan data 
yang telah didapatkan dari pembacaan data kartu e-KTP. Data ID dari hasil 
pembacaan kemudian dikirim ke web server e-vote. Kemudian web server e-vote 
akan memproses request dari alat dan mengirimkan jawaban ke alat. Jawaban yang 




belum melakukan pemilihan dan ID status = 1 jika pemilih sudah melakukan 
pemilihan. Hasil pengujian dapat dilihat pada Tabel 4.2. 
Tabel 4.2 Hasil pengujian verifikasi status pemilih 
No ID pemilih Status 
ID 
Kriteria Pengujian Hasil  
1 1 0 Jika status ID = 0 
maka tampilan layar 
beralih ke verifikasi 
sidik jari. Jika status 
ID = 1 maka akan 
ada pemberitahuan 
di layar bahwa ID 
sudah memilih. 
 
2 1 1 Jika status ID = 0 
maka tampilan layar 
beralih ke verifikasi 
sidik jari. Jika status 
ID = 1 maka akan 
ada pemberitahuan 
di layar bahwa ID 
sudah memilih. 
 
3 3 0 Jika status ID = 0 
maka tampilan layar 
beralih ke verifikasi 
sidik jari. Jika status 
ID = 1 maka akan 
ada pemberitahuan 
di layar bahwa ID 
sudah memilih. 
 
4 3 1 Jika status ID = 0 
maka tampilan layar 
beralih ke verifikasi 
sidik jari. Jika status 
ID = 1 maka akan 
ada pemberitahuan 






5 6 0 Jika status ID = 0 
maka tampilan layar 
beralih ke verifikasi 
sidik jari. Jika status 
ID = 1 maka akan 
ada pemberitahuan 




Tahapan pengujian verifikasi status pemilih dilakukan sebanyak dua tahap, yaitu: 
1. Melakukan pengecekan data awal status ID di database e-vote 
 
Gambar 4.5 Status ID awal pada database e-vote 
2. Melakukan simulasi pembacaan data e-KTP dengan alat e-vote 
 





4.1.2.3 Hasil Pengujian Verifikasi Sidik Jari  
Pengujian verifikasi sidik jari dilakukan juga dengan memanfaatkan data 
hasil dari pembacaan kartu e-KTP. Namun, pengujian ini baru dapat dilakukan jika 
pengujian verifikasi status pemilih sudah dilewati dengan tanpa kesalahan. 
Pengujian dilakukan dengan membandingkan data e-KTP dengan data yang 
diberikan oleh sensor sidik jari setelah melakukan pembacaan sidik jari pemilik e-
KTP. Hasil pengujian koneksi dapat dilihat pada Tabel 4.3, Gambar 4.7, dan 
Gambar 4.8. 





Kriteria Pengujian Hasil 
1 1 Sesuai Membandingkan data e-
KTP dengan sidik jari 
pemilik e-KTP, jika berhasil 
tampilan layar beralih ke 
layar surat suara 
Pembacaan sidik 




2 1 Tidak 
Sesuai 
Membandingkan data e-
KTP dengan sidik jari 
pemilik e-KTP, jika 
`berhasil tampilan layar 
beralih ke layar surat suara 
Pembacaan sidik 




3 3 Sesuai Membandingkan data e-
KTP dengan sidik jari 
pemilik e-KTP, jika berhasil 
tampilan layar beralih ke 
layar surat suara 
Pembacaan sidik 




4 3 Tidak 
Sesuai 
Membandingkan data e-
KTP dengan sidik jari 
pemilik e-KTP, jika berhasil 
tampilan layar beralih ke 
layar surat suara 
Pembacaan sidik 




5 4 Sesuai Membandingkan data e-
KTP dengan sidik jari 
pemilik e-KTP, jika berhasil 
Pembacaan sidik 





tampilan layar beralih ke 




Salah satu pengujian verifikasi sidik, pengujian dilakukan menggunakan ID 
3 dengan nama pemilik e-KTP yaitu Randi Setiawan, pengujian pertama 
menggunakan sidik jari yang telah terdaftar sebagai sidik jari Randi Setiawan, hasil 
pengujian pertama seperti tampak pada Gambar 4.7 menandakan bahwa verifikasi 
dengna sidik jari yang sesuai berhasil. Sedangkan pengujian kedua dilakukan pada 
ID yang sama namun dengan sidik jari yang berbeda. Hasil pengujian kedua dapat 
dilihat pada Gambar 4.8. Pengujian kedua juga berhasil, karena proses verifikasi 
tidak mengizinkan sidik jari yang tidak sesuai dapat melanjutkan ke tahap 
berikutnya. 
 






Gambar 4.8 Hasil pembacaan verifikasi sidik jari dengan status sidik jari tidak 
sesuai 
 
4.1.2.4 Hasil Pengujian Pengiriman Data Suara 
Pengujian pengiriman data suara dilakukan dengan cara melakukan simulasi 
pemilihan dengan cara memilih salah satu kandidat. Setelah pemilih memberikan 
hak suaranya, alat akan membaca data kandidat yang telah dipilih, kemudian 
mengirimkan data tersebut ke web server e-vote. Web server e-vote akan 
memproses data tersebut dan mengubah isi tabel kandidat sesuai dengan data yang 
diberikan. Setiap satu suara yang diberikan akan menambah satu suara pada 
kandidat terpilih.  
Tabel 4.4 Hasil pengujian pengiriman data suara 
No Data 
Suara 
Kriteria Pengujian Waktu Hasil Pengujian 
1 1 Tabel Kandidat di 
database 
diperbarui  sesuai 







2 2 Tabel Kandidat di 
database 
diperbarui  sesuai 




3 4 Tabel Kandidat di 
database 
diperbarui  sesuai 




4 5 Tabel Kandidat di 
database 
diperbarui  sesuai 




5 1 Tabel Kandidat di 
database 
diperbarui  sesuai 





 Dapat dilihat pada Tabel 4.4, baris pertama menunjukkan bahwa data suara 
yang diberikan adalah 1, artinya alat e-vote mengirimkan data hasil pemilihan yaitu 
satu suara untuk kandidat nomor satu, maka jumlah suara pasangan calon kandidat 
dengan nomor urut 1 bertambah sejumlah satu suara seperti tampak pada kolom 
hasil baris pertama Tabel 4.4. 
 
4.1.2.5 Hasil Pengujian Perbaruan Status Pemilih 
Pengujian ini dilakukan bersamaan dengan pengujian pengiriman data 
suara. Setelah memberikan hak suara, data pemilih akan diperbarui di database e-




sebelum memilih ID status bernilai 0 maka setelah melakukan pemilihan nilai ID 
status akan berubah menjadi 1.  
Tabel 4.5 Hasil pengujian perbaruan status pemilih 
No ID Pemilih 
sesuai e-KTP 
Kriteria pengujian Hasil 
1 1 Status ID pemilih 
berubah menjadi 1, jika 
pemilih telah melakukan 
pemilihan 
 
2 2 Status ID pemilih 
berubah menjadi 1, jika 
pemilih telah melakukan 
pemilihan 
 
3 3 Status ID pemilih 
berubah menjadi 1, jika 
pemilih telah melakukan 
pemilihan 
 
4 4 Status ID pemilih 
berubah menjadi 1, jika 
pemilih telah melakukan 
pemilihan 
 
5 5 Status ID pemilih 
berubah menjadi 1, jika 




4.1.2.6 Pengujian Parameter Mulai Pemilu  
Pengujian tahap ini dilakukan dengan cara memberikan alat enam 




menentukan berlangsungnya pemungutan suara secara elektronik oleh alat e-vote. 
Parameter pertama yaitu konektivitas jaringan wifi, parameter ini memiliki dua 
kemungkinan yaitu, terhubung dan tidak terhubung. Kemudian, parameter kedua 
adalah waktu berlangsungnya pemilu, terdapat tiga kemungkinan yaitu, kurang dari 
batas waktu yang ditentukan, diantara batas waktu yang ditentukan, dan melewati 
batas waktu yang ditentukan. Alat e-vote dapat dikatakan berhasil melewati 
pengujian ini jika hanya satu kemungkinan yang menghasilkan nilai true, yaitu 
kemungkinan dimana parameter wifi terhubung dan parameter waktu berada 
diantara batas waktu yang ditentukan. 












Jika jaringan wifi sudah 
terhubung dan waktu real 
time sesuai dengan batas 
waktu yang ditentukan, 
maka pemilu dapat 
dimulai, indikator wifi dan 









Jika jaringan wifi sudah 
terhubung dan waktu real 
time sesuai dengan batas 
waktu yang ditentukan, 
maka pemilu dapat 
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Gambar 4.9 Gambar pengaturan waktu 
 
Gambar 4.10 Hasil Pengujian koneksi tidak terhubung dan waktu kurang dari 





Gambar 4.11 Hasil pengujian koneksi wifi terhubung dan waktu sesuai dengan 
real time 
 
Gambar 4.12 Tampilan ketika pemilu sudah dapat dimulai 
 





4.2 Kelebihan dan Kekurangan Alat 
Berdasar dari pembahasan tentu dapat terlihat bahwa alat e-vote masih 
memiliki berbagai kekurangan dan beberapa kelebihan. Berikut adalah beberapa 
kelebihan dan kekurangan yang dapat peneliti simpulkan: 
 
4.2.1 Kelebihan Alat 
Dari hasil penelitian dan pembahasan, maka alat dan web server e-vote 
yang dibuat memiliki beberapa kelebihan, antara lain: 
1. Pemanfaatan e-KTP menjadikan data pemilih menjadi terpusat dalam satu 
basis data, sehingga mengatasi permasalahan terdapatnya pemilih ganda. 
2. Surat suara tidak memerlukan kertas (paperless), karena menggunakan 
surat suara elektronik. 
3. Proses penghitungan hasil suara menjadi jauh lebih cepat dan tanpa proses 
yang panjang. 
4. Penggunaan verifikasi biometrik sidik jari mengurangi kemungkinan 
penggunaan suara oleh yang tidak berhak. 
 
4.2.2 Kekurangan Alat 
Dari beberapa kelebihan diatas, alat dan web server e-vote yang dibuat 
memiliki beberapa kekurangan, antara lain:  
1. Alat hanya dapat digunakan jika terdapat konektivitas jaringan wifi. 
2. Surat suara masih berupa nomor urut kandidat. 
3. Tampilan dan desain alat kurang menarik. 





KESIMPULAN DAN SARAN 
5.1 Kesimpulan 
Dari hasil penelitian yang telah dilakukan, melalui tahapan perancangan, 
pembuatan, dan pengujian maka dapat diambil beberapa kesimpulan sebagai 
berikut : 
1. Perancangan dan pembuatan prototipe e-voting mengggunakan kartu RFID 
dan verifikasi fingerprint berbasis mikrokontroller Arduino Mega 2560 
berhasil dicapai dan dapat bekerja sesuai dengan rancangan dan tujuan.  
2. Data perbaruan status pemilih dan data suara dapat dikirim oleh alat dan  
diterima dengan baik oleh web server. 
3. Web server dapat melakukan perbaruan terhadap isi dari tabel-tabel yang 
berada di database e-vote sesuai dengan data yang dikirim oleh alat.  
 
5.2 Saran 
Untuk pengembangan selanjutnya, peneliti dapa memberikan saran : 
1. Alat dapat diintegrasikan dengan layar yang lebih besar. 
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#include <Adafruit_GFX.h>    // Core graphics 
library 
#include <SWTFT.h> // Hardware-specific 
library 
#include <TouchScreen.h> 
#include <EEPROM.h>           //EEPROM 
arduino mega 
#include <Wire.h>             //I2C 
#include "RTClib.h"           //RTC 
#include <SPI.h>              //komunikasi SPI 






#define YP A1  // must be an analog pin, use 
"An" notation! 
#define XM A2  // must be an analog pin, use 
"An" notation! 
#define YM 7   // can be a digital pin 
#define XP 6   // can be a digital pin 
 
#define TS_MINX 150 
#define TS_MINY 120 
#define TS_MAXX 920 
#define TS_MAXY 940 
 
// For better pressure precision, we need to know 
the resistance 
// between X+ and X- Use any multimeter to read 
it 
// For the one we're using, its 300 ohms across the 
X plate 
TouchScreen ts = TouchScreen(XP, YP, XM, 
YM, 300); 
 
// Assign human-readable names to some 
common 16-bit color values: 
#define BLACK   0x0000 
#define BLUE    0x001F 
#define RED     0xF800 
#define GREEN   0x07E0 
#define CYAN    0x07FF 
#define MAGENTA 0xF81F 
#define YELLOW  0xFFE0 
#define WHITE   0xFFFF 
#define LIGHTGREY   0xC618 
#define DARKGREY    0x7BEF 






#define RST_PIN   69    // A15 
#define SS_PIN    53    // SS 
MFRC522 mfrc522(SS_PIN, RST_PIN);  // 
Create MFRC522 instance 
MFRC522::MIFARE_Key key; 






String SSIDgue  = "NINDY"; 
String passgue =  "anindya33"; 
boolean konek = false; 
#define IP "www.annurf.xyz"     






       password_baru, 












  jam   = 0,  
  menit = 0,  
  jam1  = 0,  
  menit1= 0, 
  jamakses  = 0, 
  menitakses= 0; 




String huruf[30] = {"q","w","e","r","t","y","u", 
                    "i","o","p","a","s","d","f", 
                    "g","h","j","k","l","z","x", 
                    "c","v","b","n","m",",",".","-","_"}; 
boolean uppercase = false; 
 
//inisialisasi variabel global 
//----------------------SCREEN------------------------ 
#define awal      1 
#define urfid     2 
#define ufinger   3 
#define apass     4 //apass masuk, apass ubah, 
ssid, pass ssid 
#define admin     5 
#define awaktu    6 
#define memilih   7 
 






unsigned long previousMillis = 0;  





byte dataMilih = 0, 
     pilih_screen; 
long pass_ssid, 
     pass_masuk; 
int datasidik = -1, 
    IDtps = 1; 
char statusdata; 
boolean bacasidik = false; 
boolean jari = false; 
boolean mulai= false; 




void setup(void) { 
  Serial.begin(9600); 
  Serial1.begin(9600);  
   
  aksesEeprom(0); //baca 
  aksesEeprom(2); 
  Serial.println(admin_pass); 
  if (! rtc.begin()){ 
    Serial.println("Couldn't find RTC"); 
    while (1); 
  } 
  if (! rtc.isrunning()) { 
    Serial.println("RTC is NOT running!"); 
    // following line sets the RTC to the date & 
time this sketch was compiled 
    // rtc.adjust(DateTime(F(__DATE__), 
F(__TIME__))); 
    // This line sets the RTC with an explicit date 
& time, for example to set 
    // January 21, 2014 at 3am you would call: 
    // rtc.adjust(DateTime(2014, 1, 21, 3, 0, 0)); 
  } 
  DateTime now = rtc.now(); 
  konek = konekwifi(); 
  if (konek == true){ 
    tft.fillCircle(40,5,5,GREEN); 
    if (jam <= now.hour() <= jam1){ 
      if (now.hour() == jam){ 
        if (now.minute() >= menit){ 
          mulai = true; 
          tft.fillCircle(250,5,5,GREEN); 
        } 
      } 
      else if (now.hour() == jam1){ 
        if (now.minute() <= menit1){ 
          mulai = true; 
          tft.fillCircle(250,5,5,GREEN);             
        } 
      } 
      else if ( jam < now.hour() < jam1){ 
        mulai = true; 
        tft.fillCircle(250,5,5,GREEN);           
      } 
      //mulai = true; 
   } 
   else{ 
    mulai = false; 
    tft.fillCircle(250,5,5,RED); 
   } 
  } 
  else if (konek == false){ 
    mulai = false; 
    tft.fillCircle(40,5,5,RED); 
//    tft.fillCircle(250,5,5,RED); 
    if (jam <= now.hour() <= jam1){ 
      if (now.hour() == jam){ 
        if (now.minute() >= menit){ 
//            mulai = true; 
          tft.fillCircle(250,5,5,GREEN); 
        } 
      } 
      else if (now.hour() == jam1){ 
        if (now.minute() <= menit1){ 
//            mulai = true; 
          tft.fillCircle(250,5,5,GREEN);             
        } 
      } 
      else if ( jam < now.hour() < jam1){ 
//          mulai = true; 
        tft.fillCircle(250,5,5,GREEN);           
      } 
//        mulai = true; 
   } 
   else{ 
//      mulai = false; 
    tft.fillCircle(250,5,5,RED); 
   } 
  } 
   
  SPI.begin();      // Init SPI bus 
  mfrc522.PCD_Init();   // Init MFRC522 
 
  for (byte i = 0; i < 6; i++) { 
      key.keyByte[i] = 0xFF; 
  } 
   
  tft.reset(); 
   
  uint16_t identifier = tft.readID(); 
  Serial.println(identifier); 
  tft.begin(identifier); 
  tft.setRotation(1); 
  tft.fillScreen(WHITE); 
 
  //pinMode(13, OUTPUT); 
  Serial.println("disini"); 
  //skonekting(); 
  //konek = konekwifi(); 
  sAwal(); 
//  tft.setCursor(325,5); tft.print(now.hour()); 
//  tft.print(F(" : ")); tft.print(now.minute()); 
} 
 
#define MINPRESSURE 10 








  DateTime now = rtc.now(); 
  unsigned long currentMillis = millis(); 
  if (currentMillis - previousMillis >= interval){ 
    previousMillis = currentMillis; 
    tft.setCursor(5,2); tft.setTextColor(WHITE); 
    tft.setTextSize(1); tft.print(F("WiFi ")); 
    tft.setCursor(200,2); tft.print(F("Waktu ")); 
 
     
//    if (currentMillis - previousMillis >= 60000){ 
//      tft.setCursor(325,5); tft.print(now.hour()); 
//      tft.print(F(" : ")); tft.print(now.minute()); 
//    } 
     
    if (konek == true){ 
      tft.fillCircle(40,5,5,GREEN); 
      if (jam <= now.hour() <= jam1){ 
        if (now.hour() == jam){ 
          if (now.minute() >= menit){ 
            mulai = true; 
            tft.fillCircle(250,5,5,GREEN); 
          } 
        } 
        else if (now.hour() == jam1){ 
          if (now.minute() <= menit1){ 
            mulai = true; 
            tft.fillCircle(250,5,5,GREEN);             
          } 
        } 
        else if ( jam < now.hour() < jam1){ 
          mulai = true; 
          tft.fillCircle(250,5,5,GREEN);           
        } 
//        mulai = true; 
     } 
     else{ 
      mulai = false; 
      tft.fillCircle(250,5,5,RED); 
     } 
    } 
    else if (konek == false){ 
      mulai = false; 
      tft.fillCircle(40,5,5,RED); 
//      tft.fillCircle(250,5,5,RED); 
      if (jam <= now.hour() <= jam1){ 
        if (now.hour() == jam){ 
          if (now.minute() >= menit){ 
//            mulai = true; 
            tft.fillCircle(250,5,5,GREEN); 
          } 
        } 
        else if (now.hour() == jam1){ 
          if (now.minute() <= menit1){ 
//            mulai = true; 
            tft.fillCircle(250,5,5,GREEN);             
          } 
        } 
        else if ( jam < now.hour() < jam1){ 
//          mulai = true; 
          tft.fillCircle(250,5,5,GREEN);           
        } 
//        mulai = true; 
     } 
     else{ 
//      mulai = false; 
      tft.fillCircle(250,5,5,RED); 
     } 
    } 
  } 
 





//Screen awal adalah screen dimna user dapat 
memilih masuk sebagai admin 
//atau hanya akan melakukan pemilihan umum 
void sAwal(){         //0 
  dataRfid = 0; 
  terbaca = false; 
  if (mulai == false){ 
    tft.fillScreen(BLACK); 
    tft.setTextSize(3); 
    tft.setTextColor(BLACK); 
 
    tft.fillRoundRect(50,30,220,40,5,GREEN); 
    tft.setCursor(70,40); tft.print("e-Vote 2015"); 
    //Serial.println("awal"); 
    tft.setTextSize(2); 
    tft.setTextColor(WHITE); 
    //print waktu mundur 
    //tft.setCursor(30,170);tft.setTextSize(2); 
    //tft.println(F("Akan dimulai pukul:")); 
    //tft.setCursor(30,200); 
    //tft.print(jam); tft.print(F(" : ")); 
tft.println(menit); 
     
    tft.setCursor(30,150); tft.print("Pemilu belum 
dimulai"); 
     
    while (dataRfid != 9){ 
      bacaRFID(); 
    } 
    //screen = ufinger; 
    //screen_finger_user(); 
    jari= true; 
    sFinger(); 
    //dataRfid=0; 
    if (datasidik == dataRfid){ 
      tft.setTextSize(2); 
      tft.fillRoundRect(15,140,280,30,4,BLACK); 
      tft.setTextSize(2); 
      tft.setTextColor(WHITE); 
      tft.setCursor(40,142); tft.print("Verifikasi 
Sukses"); 
      delay(1500); 
      if (datasidik == 9){ 
        pilih_screen = 0; 
        screen = apass; 
        sKeyboard(0); 
      } 
      else{ 
        return; 
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      } 
    } 
    else if (datasidik == -3){ 
      datasidik = -1; 
      dataRfid = 0; 
      tft.setTextSize(2); 
      tft.fillRoundRect(15,140,280,30,4,RED); 
      tft.setTextSize(2); 
      tft.setTextColor(WHITE);               
      tft.setCursor(20,142); tft.print("Anda Belum 
Terdaftar"); 
      delay(1500); 
//      terbaca = false; 
      screen = awal; 
      sAwal(); 
    } 
    else{ 
      datasidik = -1; 
      dataRfid = 0; 
      tft.setTextSize(2); 
      tft.fillRoundRect(15,140,280,30,4,RED); 
      tft.setTextSize(2); 
      tft.setTextColor(WHITE);               
      tft.setCursor(40,142); tft.print("Gagal 
Verifikasi"); 
      delay(1500); 
//      terbaca = false; 
      screen = awal; 
      sAwal(); 
                   
    } 
  } 
  else{ 
    tft.fillScreen(BLACK); 
    tft.setTextSize(2); 
    tft.setTextColor(WHITE); 
    tft.setCursor(50,20); tft.print("TEMPELKAN 
E-KTP ANDA"); 
    tft.setCursor(20,70); tft.print("Jangan ambil 
atau geser"); 
    tft.setCursor(20,90); tft.print("kartu Anda 
ketika proses"); 
    tft.setCursor(20,110); tft.print("masih 
berlangsung."); 
    while(terbaca==false){ 
      bacaRFID(); 
    } 
    getData(String(dataRfid), String(IDtps)); 
    if(String(statusdata)=="0"){ 
      jari = true; 
      sFinger();       
      if (datasidik == dataRfid){ 
        tft.setTextSize(2); 
        tft.fillRoundRect(15,140,280,30,4,BLACK); 
        tft.setTextSize(2); 
        tft.setTextColor(WHITE); 
        tft.setCursor(40,142); tft.print("Verifikasi 
Sukses"); 
        delay(1500); 
        sMemilih(); 
        screen = memilih; 
      } 
      else if (datasidik == -3){ 
        datasidik = -1; 
        dataRfid = 0; 
        tft.setTextSize(2); 
        tft.fillRoundRect(15,140,280,30,4,RED); 
        tft.setTextSize(2); 
        tft.setTextColor(WHITE);               
        tft.setCursor(20,142); tft.print("Anda Belum 
Terdaftar"); 
        delay(1500); 
//        terbaca = false; 
        screen = awal; 
        sAwal(); 
      } 
      else{ 
        datasidik = -1; 
        dataRfid = 0; 
        tft.setTextSize(2); 
        tft.fillRoundRect(15,140,280,30,4,RED); 
        tft.setTextSize(2); 
        tft.setTextColor(WHITE);               
        tft.setCursor(40,142); tft.print("Gagal 
Verifikasi"); 
        delay(1500); 
//        terbaca = false; 
        screen = awal; 
        sAwal(); 
                     
      } 
    } 
    else if(String(statusdata)=="1"){ 
      //screen anda sudah memilih 
      //delay(300); 
      tft.setCursor(20,150); tft.print("Anda Sudah 
Memilih"); 
      delay(1500); 
//      terbaca = false; 
      screen = awal; 
      sAwal(); 
    } 
    else { 
      tft.setCursor(20,150); tft.print("Anda Belum 
Terdaftar"); 
      delay(1500); 
//      terbaca = false; 
      screen = awal; 
      sAwal(); 
    } 




  byte sector         = 2; 
  byte blockAddr      = 8; 
  byte trailerBlock   = 11; 
  byte status; 
  byte buffer[18]; 
  byte size = sizeof(buffer); 
  long value; 
  dataRfid = 0; 
  if ( ! mfrc522.PICC_IsNewCardPresent()){ 
        //terbaca = false; 
        return; 
  } 
 
    // Select one of the cards 
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  if ( ! mfrc522.PICC_ReadCardSerial()){ 
    return; 
  } 
//  for (byte i=0; i <mfrc522.uid.size; i++){ 
//    dataUID = dataUID + 
String(mfrc522.uid.uidByte[i] < 0x10 ? "0" : ""); 
//    dataUID = dataUID + 
String(mfrc522.uid.uidByte[i], HEX); 
//  } 
//  dataUID.toUpperCase(); 
//   
  //otentikasi menggunakan kunci A /key A 
  status = 
mfrc522.PCD_Authenticate(MFRC522::PICC_C
MD_MF_AUTH_KEY_A, trailerBlock, &key, 
&(mfrc522.uid)); 
  if (status != MFRC522::STATUS_OK) { 
      return; 
  } 
 
  status = 
mfrc522.MIFARE_GetValue(blockAddr, 
&value); 
    if (status != MFRC522::STATUS_OK) { 
        terbaca = false; 
        return; 
    } 
  else (terbaca = true); 
  dataRfid = value;   
 
  //pembacaan selesai 
  // Halt PICC 
  mfrc522.PICC_HaltA(); 
  // Stop encryption on PCD 




  tft.fillScreen(YELLOW); 
   
  tft.setCursor(40,100);tft.setTextSize(2); 
tft.setTextColor(BLACK); 
  tft.println(F("VERIFIKASI SIDIK JARI")); 
  while (jari){ 
    bacajari(0); 
    Serial.println("bca jari"); 
    jari = false; 
  } 
} 
 
void bacajari(byte mode){ 
  switch(mode){ 
    case 0: {     //baca data fingerprint 
      Serial1.println(","); 
      delay(100); 
      bacasidik = true; 
         
      while(bacasidik){ 
        if(Serial1.available()){ 
          datasidik = Serial1.read(); 
          bacasidik=false; 
        } 
      } 
    } 
    break; 
    case 1: {    //daftar sidik jari baru 
      Serial1.println("a"); 
      delay(100); 
      bacasidik = true; 
         
      while(bacasidik){ 
        if(Serial1.available()){ 
          datasidik = Serial1.read(); 
          bacasidik=false; 
        } 
      } 
    } 




void sAdmin(){   //1 
  tft.fillScreen(BLACK); 
  tft.setTextSize(2); 
  tft.setTextColor(BLACK); 
   
  tft.fillRoundRect(50,40,220,30,5,GREEN); 
  tft.setCursor(80,45); tft.print("Koneksi WiFi"); 
   
  //tft.setTextColor(WHITE); 
  tft.fillRoundRect(50,80,220,30,5,GREEN); 
  tft.setCursor(85,85); tft.print("Atur Waktu"); 
 
  tft.setTextColor(WHITE); 
  tft.fillRoundRect(50,120,220,30,5,BLUE); 
  tft.setCursor(95,125); tft.print("Ubah 
Password"); 
 
  //tft.setTextColor(WHITE); 
  tft.fillRoundRect(50,180,220,30,5,RED); 
  tft.setCursor(120,187); tft.print("Kembali"); 
 




  tft.fillScreen(GREENYELLOW); 
   
    if(konek){ 
      tft.setCursor(10,100);tft.setTextSize(2); 
tft.setTextColor(BLACK); 
      tft.println(F("Menghubungkan ke Internet")); 
      tft.setCursor(70,130);tft.println(F("Sudah 
Terhubung")); 
    } 
    else{ 
      tft.setCursor(10,100);tft.setTextSize(2); 
tft.setTextColor(BLACK); 
      tft.println(F("Menghubungkan ke Internet")); 
      tft.setCursor(70,130);tft.println(F("Belum 
Terhubung"));   




  tft.fillScreen(GREENYELLOW); 
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      tft.setCursor(20,100);tft.setTextSize(2); 
tft.setTextColor(BLACK); 
      tft.println(F("Sedang mengirim data")); 





  if (tcp_ok == true){ 
    tft.fillScreen(GREENYELLOW); 
    tft.setCursor(10,50);tft.setTextSize(2); 
tft.setTextColor(BLACK); 
    tft.println(F("Suara Anda Telah Terkirim")); 
    tft.setCursor(30,90); 
    tft.println(F("Terima Kasih Telah")); 
    tft.setCursor(2,130); 
    tft.println(F("Menggunakan Hak Pilih Anda")); 
  } 
  else{ 
    tft.fillScreen(RED); 
    tft.setCursor(10,50);tft.setTextSize(2); 
tft.setTextColor(WHITE); 
    tft.println(F("Suara Anda TIDAK Terkirim")); 
    tft.setCursor(40,70); 
    tft.println(F("Silahkan Ulangi")); 
    tft.setCursor(2,90); 
    tft.println(F("Menggunakan Hak Pilih Anda"));     
  }     
} 
 
//screen ini berfungsi untuk menampilkan 
pengaturan waktu yang 
//hanya dapat dilakukan oleh admin, waktu yang 
diatur adalah 
//waktu mulai pemilu dan waktu akhir pemilu 
void sSettingWaktu(){    //11 
  tft.fillScreen(BLACK); 
  tft.setTextSize(2); 
   
  tft.setTextColor(WHITE); 
   
  tft.setCursor(30,15); tft.print(F("Pengaturan 
Waktu Pemilu")); 
  tft.setCursor(50,50); tft.print(F("Mulai")); 
  tft.setCursor(200,50); tft.print("Selesai"); 






  tft.setTextColor(BLACK); 
 











W); tft.setCursor(294,82); tft.print("+"); 
  layer_waktu(); 
} 
 
//fungsi pendukung dari screen pengaturan waktu,  
void layer_waktu(){     //111 
  tft.setTextSize(3); 
  tft.setTextColor(BLACK); 
 
  tft.fillRoundRect(30,70,100,40,2,WHITE); 
tft.setCursor(38,80); tft.print(jam);  //jam mulai 
  tft.setCursor(74,80); 
tft.print(":");tft.setCursor(86,80); tft.print(menit);    
//menit mulai 
  tft.fillRoundRect(190,70,100,40,2,WHITE); 
tft.setCursor(198,80); tft.print(jam1); //jam akhir 
  tft.setCursor(234,80); 
tft.print(":");tft.setCursor(246,80); 
tft.print(menit1);   //menit akhir 
} 
 
//screen keyboard, berfungsi untuk menampilkan 
papan ketik qwerty yang dapat 
//digunakan oleh admin ketika memasukkan 
password, mengubah password, memasukkan 
//nama SSID yang akan dignakan, serta password 
dari SSID tersebut. 
void sKeyboard(byte pilih){   //13 
  tft.fillScreen(BLACK); 
  tft.setTextSize(2); 
  tft.setTextColor(WHITE); 
  switch(pilih){ 
    case 0: 
      tft.setCursor(60,10); tft.print("Masukkan 
Password"); 
      
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print("Password"); 
    break; 
    case 1: 
      tft.setCursor(70,10); tft.print("Masukkan 
SSID"); 
      
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(SSIDgue); 
    break; 
    case 2: 
      tft.setCursor(30,10); tft.print("Masukkan 
Password SSID"); 
      
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print("Password"); 
    break; 
    case 3: 
      tft.setCursor(30,10); tft.print("Masukkan 
Password Lama"); 
      
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print("Password"); 
    break; 
    case 4: 
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      tft.setCursor(30,10); tft.print("Masukkan 
Password Baru"); 
      
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print("Password"); 
    break; 
  } 
   
  keyboard(); 
//  screen = pass; 
} 
 
//Fungsi pendukung dari screen keyboard, fungsi 
ini yang mengatur   
//semua aktivitas admin pada screen keyboard, 
dan menampilkan karakter 
//yang diinginkan oleh pengguna/admin 
void keyboard(){ 
  //tft.fillScreen(BLACK); 
  tft.setTextSize(2); 
  tft.setTextColor(BLACK); 
  tft.fillRect(0,80,320,160,DARKGREY); 
   
  for (int i = 0; i<10;i++){ 
    
tft.fillRoundRect(0+(32*i),80,32,32,3,LIGHTGR
EY); //baris pertama 
    
tft.drawRoundRect(0+(32*i),80,32,32,3,BLACK)
; 
    tft.setCursor(10+(32*i),87); tft.print(i); 
  } 
  for (int i = 0; i<10;i++){ 
    
tft.fillRoundRect(0+(32*i),112,32,32,3,LIGHTG
REY); //baris kedua 
    
tft.drawRoundRect(0+(32*i),112,32,32,3,BLAC
K); 
    tft.setCursor(10+(32*i),119); tft.print(huruf[i]); 
  } 
  for (int i = 0; i<9;i++){ 
    
tft.fillRoundRect(16+(32*i),144,32,32,3,LIGHT
GREY); //baris ketiga 
    
tft.drawRoundRect(16+(32*i),144,32,32,3,BLAC
K); 
    tft.setCursor(26+(32*i),151); 
tft.print(huruf[i+10]); 
  } 
  for (int i = 0; i<7;i++){ 
    
tft.fillRoundRect(48+(32*i),176,32,32,3,LIGHT
GREY); //baris keempat 
    
tft.drawRoundRect(48+(32*i),176,32,32,3,BLAC
K); 
    tft.setCursor(58+(32*i),183); 
tft.print(huruf[i+19]); 
  } 
  tft.fillRoundRect(0,176,48,32,3,LIGHTGREY); 
//^ 
  tft.drawRoundRect(0,176,48,32,3,BLACK); 





  tft.drawRoundRect(272,176,48,32,3,BLACK); 




//KOMA / , 
  tft.drawRoundRect(48,208,32,32,3,BLACK); 





  tft.drawRoundRect(80,208,32,32,3,BLACK); 




; // SPASI 
  tft.drawRoundRect(112,208,96,32,3,BLACK); 




; // _ 
  tft.drawRoundRect(208,208,32,32,3,BLACK); 




; // . 
  tft.drawRoundRect(240,208,32,32,3,BLACK); 
  tft.setCursor(250,217); tft.print(huruf[27]); 
 
  //tft.setTextColor(WHITE); 
 
  tft.fillRoundRect(0,208,48,32,3,RED); 
//KEMBALI / <= 
  tft.drawRoundRect(0,208,48,32,3,BLACK); 
  tft.setCursor(7,217); tft.print("<=="); 
   
  tft.fillRoundRect(272,208,64,32,3,GREEN); 
//SELANJUTNYA / => 
  tft.drawRoundRect(272,208,64,32,3,BLACK); 
  tft.setCursor(279,217); tft.print("==>"); 
} 
 
void sMemilih(){   //23 
  int x = 30; 
  int y = 30; 
  int box = 70; 
  tft.fillScreen(BLACK); 
  tft.setCursor(50,0); 
  tft.setTextSize(2); 
  tft.setTextColor(CYAN); 
  tft.print("PEMILU ELEKTRONIK"); 
 
  tft.setTextSize(4); 
  tft.fillRoundRect(x,y,box,box,5,RED); 
  tft.setCursor(x+25,y+20); tft.print("1"); 
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  tft.fillRoundRect(x*4,y,box,box,5,RED); 
  tft.setCursor((x*4)+25,y+20); tft.print("2"); 
  tft.fillRoundRect(x*7,y,box,box,5,RED); 
  tft.setCursor((x*7)+25,y+20); tft.print("3"); 
  tft.fillRoundRect(x*2.5,y*4,box,box,5,RED); 
  tft.setCursor((x*2.5)+25,(y*4)+20); 
tft.print("4"); 
  tft.fillRoundRect(x*5.5,y*4,box,box,5,RED); 
  tft.setCursor((x*5.5)+25 ,(y*4)+20); 
tft.print("5"); 
 
  tft.setTextSize(2); 
  //tft.fillRoundRect(100,y*6.7,100,30,5,BLUE); 
  //tft.setCursor(110,(y*6.7)+7); 
tft.print("Kembali"); 
 
  tft.setCursor(30,(y*6.7)+5); tft.print("Tap salah 
satu angka"); 




//-------------------untuk akses baca dan tulis 
EEPROM---------------------// 
 
void aksesEeprom(byte akses){ 
  batas = EEPROM.read(3600); 
  if (akses == 0){    //baca data 
    for (byte i = 0; i < batas; i++){ 
      dataeeprom[i] = EEPROM.read(3500+i); 
      admin_pass += String(dataeeprom[i]); 
    } 
  } 
  else if (akses == 1){              //tulis data 
    for (byte i = 0; i < batas; i++){ 
      dataeeprom[i] = admin_pass.charAt(i); 
      EEPROM.update(3500+i, dataeeprom[i]); 
    } 
  } 
  else if (akses == 2){     //baca data waktu 
    jam = EEPROM.read(3700); 
    menit = EEPROM.read(3701); 
    jam1 = EEPROM.read(3702); 
    menit1 = EEPROM.read(3703); 
     
  } 
  else if (akses == 3){ 
    EEPROM.update(3700,jam); 
    EEPROM.update(3701,menit); 
    EEPROM.update(3702,jam1); 
    EEPROM.update(3703,menit1); 
  } 
} 
 
//---------------------Semua fungsi atau program 
untuk ADMIN---------------// 
void tAdmin (){ 
  DateTime now = rtc.now();   
   
  TSPoint p = ts.getPoint(); 
  pinMode(XM, OUTPUT); 
  pinMode(YP, OUTPUT); 
   
  if (p.z > MINPRESSURE && p.z < 
MAXPRESSURE){ 
    p.x = (tft.width()-(map(p.x, TS_MINX, 
TS_MAXX,0, tft.width())))-15; 
    p.y = (tft.height()-(map(p.y, TS_MINY, 
TS_MAXY,0, tft.height())))-15; 
    Serial.print(p.x); Serial.print(" : "); 
Serial.println(p.y);     
    switch (screen){ 
      case memilih: 
        Serial.println(datasidik); 
        if (p.x < 275 && p.x >175){   // nomor 
bagian atas 
          if (p.y < 65 && p.y > 10){   //satu 
            //dataRfid =0; 
            dataMilih = 1; 
            sngirimdata(); 
            sendData(String(1), String(dataMilih), 
String(datasidik), String(IDtps)); 
            sSelesai(); 
            delay(1500); 
            datasidik = 0; 
            screen = awal; 
            sAwal(); 
             
          } 
          if (p.y < 130 && p.y > 75){   //dua 
            //dataRfid =0; 
            dataMilih = 2; 
            sngirimdata(); 
            sendData(String(1), String(dataMilih), 
String(datasidik), String(IDtps)); 
            sSelesai(); 
            delay(1500); 
            datasidik = 0; 
            screen = awal; 
            sAwal(); 
            //screen = urfid; 
          } 
          if (p.y < 200 && p.y > 145){   //tiga 
            //dataRfid =0; 
            dataMilih = 3; 
            sngirimdata(); 
            sendData(String(1), String(dataMilih), 
String(datasidik), String(IDtps)); 
            sSelesai(); 
            delay(1500); 
            datasidik = 0; 
            screen = awal; 
            sAwal(); 
            //screen = urfid; 
          } 
        } 
        if (p.x < 160 && p.x >60){   // nomor bagian 
bawah 
          if (p.y < 100 && p.y > 45){   //empat 
            //dataRfid =0; 
            dataMilih = 4; 
            sngirimdata(); 
            sendData(String(1), String(dataMilih), 
String(datasidik), String(IDtps)); 
            sSelesai(); 
            delay(1500); 
            datasidik = 0; 
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            screen = awal; 
            sAwal(); 
            //screen = urfid; 
          } 
          if (p.y < 165 && p.y > 110){   //lima 
             
            dataMilih = 5; 
            sngirimdata(); 
            sendData(String(1), String(dataMilih), 
String(datasidik), String(IDtps)); 
            sSelesai(); 
            delay(1500); 
            datasidik = 0; 
            screen = awal; 
            sAwal(); 
            //screen = urfid; 
          } 
        } 
      break; 
      case admin: 
        if (p.y < 200 && p.y > 30){ 
          if (p.x < 260 && p.x > 220){    //koneksi 
wifi 
            sKeyboard(1); 
            pilih_screen =1; 
            screen = apass; 
          } 
          if (p.x < 210 && p.x > 170){    //atur waktu 
            sSettingWaktu(); 
            screen = awaktu; 
          } 
          if (p.x < 150 && p.x > 110){    //ubah 
password 
            sKeyboard(3); 
            pilih_screen =3; 
            screen = apass; 
          } 
          if (p.x < 75 && p.x > 40){    //kembali 
            dataRfid = 0; 
            datasidik = 0; 
             
            terbaca = false; 
            screen = awal; 
            sAwal(); 
             
          } 
        } 
      break; 
      case awaktu: 
        if (p.y < 190 && p.y > 25){   //OK 
          if (p.x < 110 && p.x > 75){ 
            sAdmin(); 
            screen = admin; 
            aksesEeprom(3); 
          } 
        } 
        if (p.x < 210 && p.x > 185){ 
          if (p.y < 15 && p.y > 0){    //- pertama 
            menit = menit - 15; 
            if (menit < 0){ 
              jam = jam - 1; 
              menit = 45; 
              if (jam < 0 ){ 
                jam = 23; 
              } 
            } 
            layer_waktu(); 
          } 
          if (p.y < 105 && p.y > 90){    //+ pertama 
            menit = menit + 15; 
            if (menit > 59){ 
              jam = jam + 1; 
              menit = 0; 
              if (jam > 23){ 
                jam = 0; 
              } 
            } 
            layer_waktu(); 
          } 
          if (p.y < 135 && p.y > 120){    //- kedua 
            menit1 = menit1 - 15; 
            if (menit1 < 0){ 
              jam1 = jam1 - 1; 
              menit1 = 45; 
              if (jam1 < 0 ){ 
                jam1 = 23; 
              } 
            } 
            layer_waktu(); 
          } 
          if (p.y < 225 && p.y > 210){    //+ kedua 
            menit1 = menit1 + 15; 
            if (menit1 > 59){ 
              jam1 = jam1 + 1; 
              menit1 = 0; 
              if (jam1 > 23){ 
                jam1 = 0; 
              } 
            } 
            layer_waktu(); 
          } 
        } 
      break; 
      case apass: 
        tft.setTextSize(2); 
        if (p.x< 205 && p.x > 160){       //baris 
pertama 
          if (p.y < 10 && p.y > -15){    //0 
            kata += "0"; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 35 && p.y > 10){    //1 
            kata += "1"; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 60 && p.y > 35){    //2 
            kata += "2"; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 85 && p.y > 60){    //3 
            kata += "3"; 
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tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 110 && p.y > 85){    //4 
            kata += "4"; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 135 && p.y > 110){    //5 
            kata += "5"; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 160 && p.y > 135){    //6 
            kata += "6"; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 185 && p.y > 160){    //7 
            kata += "7"; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 210 && p.y > 185){    //8 
            kata += "8"; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 235 && p.y > 210){    //9 
            kata += "9"; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
        } 
        if (p.x < 160 && p.x > 115){      //baris 
kedua 
          if (p.y < 10 && p.y > -15){    //q 
            kata += huruf[0]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 35 && p.y > 10){    //w 
            kata += huruf[1]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 60 && p.y > 35){    //e 
            kata += huruf[2]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 85 && p.y > 60){    //r 
            kata += huruf[3]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 110 && p.y > 85){    //t 
            kata += huruf[4]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 135 && p.y > 110){    //y 
            kata += huruf[5]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 160 && p.y > 135){    //u 
            kata += huruf[6]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 185 && p.y > 160){    //i 
            kata += huruf[7]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 210 && p.y > 185){    //o 
            kata += huruf[8]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 235 && p.y > 210){    //p 
            kata += huruf[9]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
        } 
        if (p.x < 115 && p.x > 70){      //baris ketiga 
          if (p.y < 25 && p.y > 0){    //a 
            kata += huruf[10]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 50 && p.y > 25){    //s 
            kata += huruf[11]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 75 && p.y > 50){    //d 
            kata += huruf[12]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 100 && p.y > 75){    //f 
            kata += huruf[13]; 
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tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 125 && p.y > 100){    //g 
            kata += huruf[14]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 150 && p.y > 125){    //h 
            kata += huruf[15]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 175 && p.y > 150){    //j 
            kata += huruf[16]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 200 && p.y > 175){    //k 
            kata += huruf[17]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 225 && p.y > 200){    //l 
            kata += huruf[18]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
        } 
        if (p.x < 70 && p.x > 25){      //baris 
keempat 
          if (p.y < 25 && p.y > -10){    //^ 
            //huruf_kapital = 1; 
            if (uppercase == true){ 
              for (byte i = 0;i<26;i++){ 
                huruf[i].toLowerCase(); 
                uppercase = false; 
              }   
            } 
            else{ 
              for (byte i = 0;i<26;i++){ 
                huruf[i].toUpperCase(); 
                uppercase = true; 
              } 
            } 
            keyboard(); 
          } 
          if (p.y < 50 && p.y > 25){    //z 
            kata += huruf[19]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 75 && p.y > 50){    //x 
            kata += huruf[20]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 100 && p.y > 75){    //c 
            kata += huruf[21]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 125 && p.y > 100){    //v 
            kata += huruf[22]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 150 && p.y > 125){    //b 
            kata += huruf[23]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 175 && p.y > 150){    //n 
            kata += huruf[24]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 200 && p.y > 175){    //m 
            kata += huruf[25]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 225 && p.y > 200){    //hapus 
            kata.remove(kata.length()-1); 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
        } 
        if (p.x < 25 && p.x > -20){      //baris kelima 
          if (p.y < 25 && p.y > -10){    //<=== / 
sebelumnya 
            switch (pilih_screen){ 
              case 0:                    //password masuk 
admin panel 
             
                datasidik = 0; 
                dataRfid = 0; 
                screen = awal; 
                sAwal(); 
                 
              break; 
              case 1:                    //input ssid 
                 
                sAdmin(); 
                screen = admin; 
              break; 
              case 2:                    //pass SSID 
                sKeyboard(1); 
                screen = apass; 
                pilih_screen = 1;           
              break; 
              case 3:                    //ganti password, 
input password lama 
                sAdmin(); 
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                screen = admin; 
              break; 
              case 4:                    //ganti password, 
input password baru [1] 
                sKeyboard(3); 
                screen = apass; 
                pilih_screen = 3;   
              break;         
              case 5:                    //ganti password, 
input password baru [2] 
                sKeyboard(3); 
                screen = apass; 
                pilih_screen = 3;   
              break;         
            } 
          kata = ""; 
          } 
          if (p.y < 50 && p.y > 25){    // , 
            kata += huruf[52]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 75 && p.y > 50){    //- 
            kata += huruf[54]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 150 && p.y > 75){    //spasi 
            kata += " "; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 175 && p.y > 150){    //_ 
            kata += huruf[55]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 200 && p.y > 175){    //. 
            kata += huruf[53]; 
            
tft.fillRoundRect(20,30,280,30,5,LIGHTGREY); 
tft.setCursor(30,37); tft.print(kata); 
          } 
          if (p.y < 225 && p.y > 200){    //==> / 
selanjutnya 
            switch (pilih_screen){ 
              case 0:                           //input password 
masuk 
                if (kata.equals(admin_pass)){ 
                  sAdmin(); 
                  screen = admin; 
                } 
                else{                         //password salah 
                  
tft.fillRoundRect(20,30,280,30,5,RED);tft.setCur
sor(30,37); tft.print("Password"); 
                } 
              break; 
              case 1:                 // input ssid 
                sKeyboard(2);   // ke password ssid 
                screen = apass; 
                pilih_screen = 2; 
                SSIDgue = kata; 
              break; 
              case 2:                     //input password ssid 
                passgue = kata; 
                skonekting(); 
                konek = konekwifi(); 
                skonekting(); 
                delay(1000); 
                sAdmin();     //ke admin panel 
                screen = admin;                           
              break; 
              case 3:                   //ganti password, 
input password lama 
                if (kata.equals(admin_pass)){ 
                  sKeyboard(4);     //ke password baru 
                  screen = apass; 
                  pilih_screen = 4; 
                } 
                else{ 
                  //password salah 
                  
tft.fillRoundRect(20,30,280,30,5,RED);tft.setCur
sor(30,37); tft.print("Password"); 
                } 
              break; 
              case 4:                 //ganti password, input 
password baru [1] 
                  sKeyboard(4); //ke password baru lagi 
                  screen = apass; 
                  pilih_screen = 5; 
                  password_baru = kata; 
              break; 
              case 5:                 //ganti password, input 
password baru [2] 
                if (kata.equals(password_baru)){ 
                  sAdmin(); 
                  screen = admin; 
                  admin_pass = password_baru; 
                  batas = admin_pass.length(); 
                  EEPROM.write(3600,batas); 
                  Serial.println(admin_pass); 
                  Serial.println(admin_pass.length()); 
                  aksesEeprom(1); 
                } 
                else{ 
                  //password salah 
                  
tft.fillRoundRect(20,30,280,30,5,RED);tft.setCur
sor(30,37); tft.print("Password"); 
                } 
            } 
            kata = ""; 
          } 
        } 
        delay(200); 
      break; 
    }     








    if (wifi.joinAP(SSIDgue, passgue)) { 
        Serial.print("Join AP success\r\n"); 
 
        Serial.print("IP:"); 
        Serial.println( wifi.getLocalIP().c_str());        
        return true; 
    } else { 
        Serial.print("Join AP failure\r\n"); 
        return false; 
    } 
} 
 
void getData(String ID, String IDtps){ 
 
  String cmd = "GET /getdata.php?ID="; 
  cmd += ID; 
  cmd += "&pass=pemiluelka2015&idtps="; 
  cmd += IDtps; 
  cmd += " HTTP/1.1\r\nHost: 
www.annurf.xyz\r\nConnection: close\r\n\r\n"; 
 
  uint8_t buffer[1024] = {0}; 
  boolean tcp_ok= false; 
  int loop_count = 0; 
 
  while (tcp_ok==false && loop_count < 5){ 
    if (wifi.createTCP(IP, 80)) { 
        Serial.print("create tcp ok\r\n"); 
        tcp_ok = true; 
    } else { 
        Serial.print("create tcp err\r\n"); 
        tcp_ok=false; 
    } 
    loop_count++; 
  } 
    
  char *hello = &cmd[0u]; 
  Serial.flush(); 
  wifi.send((const uint8_t*)hello, strlen(hello)); 
 
  uint32_t len = wifi.recv(buffer, sizeof(buffer), 
10000); 
  if (len > 0) { 
      Serial.print("Received:["); 
      for(uint32_t i = 0; i < len; i++) { 
          Serial.print((char)buffer[i]); 
      } 
      statusdata = buffer[161]; 
      Serial.print("]\r\n"); 
      Serial.print((char)buffer[161]); Serial.print(" ; 
"); 
      Serial.println(statusdata); 
  } 
} 
 
void sendData(String hasil, String IDkandidat, 
String ID, String IDtps){ 
 
  String cmd = "GET /store.php?hasil="; 
  cmd += hasil; 
  cmd += "&IDkandidat="; 
  cmd += IDkandidat; 
  cmd += "&ID="; 
  cmd += ID; 
  cmd += "&pass=pemiluelka2015&idtps="; 
  cmd += IDtps; 
  cmd += " HTTP/1.1\r\nHost: 
www.annurf.xyz\r\nConnection: close\r\n\r\n"; 
 
  uint8_t buffer[1024] = {0}; 
  tcp_ok= false; 
  int loop_count = 0; 
 
  while (tcp_ok==false && loop_count < 5){ 
    if (wifi.createTCP(IP, 80)) { 
        Serial.print("create tcp ok\r\n"); 
        tcp_ok = true; 
    } else { 
        Serial.print("create tcp err\r\n"); 
        tcp_ok=false; 
    } 
    loop_count++; 
  } 
    
  char *hello = &cmd[0u]; 
  Serial.flush(); 
  wifi.send((const uint8_t*)hello, strlen(hello)); 
 
  uint32_t len = wifi.recv(buffer, sizeof(buffer), 
10000); 
  if (len > 0) { 
      Serial.print("Received:["); 
      for(uint32_t i = 0; i < len; i++) { 
          Serial.print((char)buffer[i]); 
      } 
      Serial.print("]\r\n"); 







Program Web Server 
Getdata.php 
<?php 
$servername = "mysql.idhostinger.com"; 
$username = "u817085017_admin"; 
$password = "momfus123"; 
$dbname = "u817085017_hasil"; 
$password1 = "pemiluelka2015"; 
 
$ID = $_GET['ID']; 
$passcode = $_GET['pass']; 
$idtps = $_GET['idtps']; 
 
if(isset($ID) && isset($idtps) && isset($password1) && ($password1 == 
$passcode)) 
{ 
    $conn = mysql_connect($servername,$username,$password); 
 
    if (!$conn) 
    { 
        die('Could not connect: ' . mysql_error()); 
    } 
    $con_result = mysql_select_db($dbname, $conn); 
    if(!$con_result) 
    { 
     die('Could not connect to specific database: ' . mysql_error()); 
    } 
 
    $sql = "SELECT ID FROM Pemilih WHERE ID = $ID"; 
    $result = mysql_query($sql); 
 
    while($row = mysql_fetch_array($result, MYSQL_ASSOC)) 
    { 
        $dummylagi=$row["ID"]; 
    } 
 
    if ($dummylagi == 0) 
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    { 
        die('Invalid query: ' . mysql_error()); 
    } 
    else 
    { 
        $sql = "SELECT idstatus FROM Pemilih WHERE ID = $ID"; 
        $result = mysql_query($sql); 
 
        while($row = mysql_fetch_array($result, MYSQL_ASSOC)) 
        { 
            $dummy=$row["idstatus"]; 
        } 
 
        echo $dummy; 











$servername = "mysql.idhostinger.com"; 
$username = "u817085017_admin"; 
$password = "momfus123"; 
$dbname = "u817085017_hasil"; 
$password1 = "pemiluelka2015"; 
 
$hasil = $_GET['hasil']; 
$IDkandidat = $_GET['IDkandidat']; 
$ID = $_GET['ID']; 
$passcode = $_GET['pass']; 
$idtps = $_GET['idtps']; 
 
if(isset($ID) && isset($idtps) && isset($IDkandidat) && isset($hasil) && 




    $conn = mysql_connect($servername,$username,$password); 
 
    if (!$conn) 
    { 
        die('Could not connect: ' . mysql_error()); 
    } 
    $con_result = mysql_select_db($dbname, $conn); 
    if(!$con_result) 
    { 
     die('Could not connect to specific database: ' . mysql_error()); 
    } 
 
    $sql = "SELECT ID FROM Pemilih WHERE ID = $ID"; 
    $result = mysql_query($sql); 
 
    while($row = mysql_fetch_array($result, MYSQL_ASSOC)) 
    { 
        $dummylagi=$row["ID"]; 
    } 
 
    if ($dummylagi == 0) 
    { 
        die('Invalid query: ' . mysql_error()); 
    } 
    else 
    { 
        $sql = "SELECT idstatus FROM Pemilih WHERE ID = $ID"; 
        $result = mysql_query($sql); 
 
        while($row = mysql_fetch_array($result, MYSQL_ASSOC)) 
        { 
            $dummy=$row["idstatus"]; 
        } 
 
        if ($dummy != 1) 
        { 
            $sql = "SELECT Hasil FROM kandidat WHERE IDkandidat = 
$IDkandidat"; 




            while($row = mysql_fetch_array($result, MYSQL_ASSOC)) 
            { 
                $dummyah=$row["Hasil"]; 
            } 
 
            $bacahasil = $hasil + $dummyah; 
 
 
         $sql = "UPDATE kandidat SET Hasil=$bacahasil WHERE 
IDkandidat=$IDkandidat"; 
         $result = mysql_query($sql); 
         if (!$result) 
            { 
          die('Invalid query: ' . mysql_error()); 
         } 
         echo "<h1>THE DATA HAS BEEN SENT!!</h1>"; 
 
            $sql = "UPDATE Pemilih SET idstatus=1, IDTPS=$idtps WHERE 
ID=$ID"; 
         $result = mysql_query($sql); 
         if (!$result) 
            { 
          die('Invalid query: ' . mysql_error()); 
         } 
         echo "<h1>THE DATAPEMILIH HAS BEEN SENT!!</h1>"; 
 
         mysql_close($conn); 
        } 
        else 
        { 
            echo "<h1> ID pemilih sudah melakukan pemilhan<h1>"; 
        } 










Lampiran 3  
Spesifikasi dan Unjuk Kerja Alat 
Jumlah kandidat maksimal   : 5 
Bebas tidak memilih    : tidak 
Jumlah pemilih     : pemilih terdaftar sampai 160 
Waktu komunikasi alat dengan server : ± 2 detik 
Jarak pembacaan e-KTP   : ± 2 cm 
Waktu pembacaan data e-KTP  : ± 1 detik 
Waktu pembacaan sidik jari   : ± 3 detik 




Lampiran 4  
Integrasi RFID Reader/Writer MFRC522 dengan Arduino Mega 2560 
Modul RFID Reader/Writer MFRC522 menggunakan komunikasi SPI. 
Namun, sebenarnya chip dari modul terebut mendukung komunikasi I2C dan 
UART. Modul dan  kartu / tag berkomunikasi menggunakan medan 
elektromagnetik 13,56 MHz (ISO 14443A standar tag). 
Untuk dapat menggunakan modul ini digunakan library dari Miguel Balboa. 
Library tersebut bernama Arduino RFID Library for MFRC522. Terdapat beberapa 
file dalam library tersebut, namun dua file utamanya yaitu MFRC522.cpp dan 
MFRC522.h 
Berikut adalah contoh program yang digunakan dalam membaca ID tag : 
 
/* 
 * MFRC522 - Library to use ARDUINO RFID MODULE KIT 13.56 MHZ WITH TAGS 
SPI W AND R BY COOQROBOT. 
 * The library file MFRC522.h has a wealth of useful info. Please read it. 
 * The functions are documented in MFRC522.cpp. 
 * 
 * Based on code Dr.Leong   ( WWW.B2CQSHOP.COM ) 
 * Created by Miguel Balboa (circuitito.com), Jan, 2012. 
 * Rewritten by Søren Thing Andersen (access.thing.dk), fall of 2013 (Translation to 
English, refactored, comments, anti collision, cascade levels.) 
 * Extended by Tom Clement with functionality to write to sector 0 of UID changeable 
Mifare cards. 
 *  
 * Released into the public domain. 
 * 
 * This sample shows how to set the UID on a UID changeable MIFARE card. 
 *  
 ----------------------------------------------------------------------------- empty_skull  
  
 - Aggiunti pin per arduino Mega 
 - Scritto semplice codice per la scrittura e lettura  
  
 - add pin configuration for arduino mega 




 -----------------------------------------------------------------------------  Nicola Coppola 
 * Typical pin layout used: 
 * ----------------------------------------------------------------------------------------- 
 *             MFRC522      Arduino       Arduino   Arduino    Arduino          Arduino 
 *             Reader/PCD   Uno           Mega      Nano v3    Leonardo/Micro   Pro Micro 
 * Signal      Pin          Pin           Pin       Pin        Pin              Pin 
 * ----------------------------------------------------------------------------------------- 
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 * RST/Reset   RST          9             5         D9         RESET/ICSP-5     RST 
 * SPI SS      SDA(SS)      10            53        D10        10               10 
 * SPI MOSI    MOSI         11 / ICSP-4   51        D11        ICSP-4           16 
 * SPI MISO    MISO         12 / ICSP-1   50        D12        ICSP-1           14 
 * SPI SCK     SCK          13 / ICSP-3   52        D13        ICSP-3           15 
 * 







/* Set your new UID here! */ 
#define NEW_UID {0xDE, 0xAD, 0xBE, 0xEF} 
#define SS_PIN 53 
#define RST_PIN 5 
 
MFRC522 mfrc522(SS_PIN, RST_PIN);        // Create MFRC522 instance. 
MFRC522::MIFARE_Key key; 
 
void setup() { 
        Serial.begin(9600);        // Initialize serial communications with the PC 
        while (!Serial);           // Do nothing if no serial port is opened (added for Arduinos 
based on ATMEGA32U4) 
        SPI.begin();               // Init SPI bus 
        mfrc522.PCD_Init();        // Init MFRC522 card 
        Serial.println(F("Warning: this example overwrites the UID of your UID 
changeable card, use with care!")); 
         
        // Prepare key - all keys are set to FFFFFFFFFFFFh at chip delivery from the 
factory. 
        for (byte i = 0; i < 6; i++) { 
                key.keyByte[i] = 0xFF; 
        } 
} 
 
// Setting the UID can be as simple as this: 
//void loop() { 
//    byte newUid[] = NEW_UID; 
//    if ( mfrc522.MIFARE_SetUid(newUid, (byte)4, true) ) { 
//      Serial.println("Wrote new UID to card."); 
//    } 
//    delay(1000); 
//} 
 
// But of course this is a more proper approach 
void loop() { 
   
        // Look for new cards, and select one if present 
        if ( ! mfrc522.PICC_IsNewCardPresent() || ! mfrc522.PICC_ReadCardSerial() ) { 
            delay(50); 
            return; 
        } 
         
        // Now a card is selected. The UID and SAK is in mfrc522.uid. 
         
        // Dump UID 
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        Serial.print(F("Card UID:")); 
        for (byte i = 0; i < mfrc522.uid.size; i++) { 
                Serial.print(mfrc522.uid.uidByte[i] < 0x10 ? " 0" : " "); 
                Serial.print(mfrc522.uid.uidByte[i], HEX); 
        }  
        Serial.println(); 
 
        // Dump PICC type 
//        byte piccType = mfrc522.PICC_GetType(mfrc522.uid.sak); 
//        Serial.print(F("PICC type: ")); 
//        Serial.print(mfrc522.PICC_GetTypeName(piccType)); 
//        Serial.print(F(" (SAK ")); 
//        Serial.print(mfrc522.uid.sak); 
//        Serial.print(")\r\n"); 
//        if (        piccType != MFRC522::PICC_TYPE_MIFARE_MINI  
//                &&        piccType != MFRC522::PICC_TYPE_MIFARE_1K 
//                &&        piccType != MFRC522::PICC_TYPE_MIFARE_4K) { 
//                Serial.println(F("This sample only works with MIFARE Classic cards.")); 
//                return; 
//        } 
         
        // Set new UID 
        byte newUid[] = NEW_UID; 
        if ( mfrc522.MIFARE_SetUid(newUid, (byte)4, true) ) { 
            Serial.println(F("Wrote new UID to card.")); 
        } 
         
        // Halt PICC and re-select it so DumpToSerial doesn't get confused 
        mfrc522.PICC_HaltA(); 
        if ( ! mfrc522.PICC_IsNewCardPresent() || ! mfrc522.PICC_ReadCardSerial() ) { 
                return; 
        } 
         
        // Dump the new memory contents 
        Serial.println(F("New UID and contents:")); 
        mfrc522.PICC_DumpToSerial(&(mfrc522.uid)); 
         







Lampiran 5  
 
Integrasi Fingerprint Sensor Module dengan Arduino Mega 2560 
 
Modul fingerprint menggunakan jalur UART untuk berkomunikasi dengan 
Arduino. Sehingga semua perangkat Arduino dapat digunakan, tentu saja dengan 
memanfaatkan library yang telah dibuat oleh Limor Fried/Ladyada. Nama library 
tersebut adalah Adafuit Fingerprint Sensor Library, file utamanya bernama 
Adafruit_Fingerprint.h dan Adafruit_Fingerprint.cpp 
Berikut adalah contoh program yang digunakan untuk membaca sidik jari: 
/***************************************************  
  This is an example sketch for our optical Fingerprint sensor 
 
  Designed specifically to work with the Adafruit BMP085 Breakout  
  ----> http://www.adafruit.com/products/751 
 
  These displays use TTL Serial to communicate, 2 pins are required to  
  interface 
  Adafruit invests time and resources providing this open source code,  
  please support Adafruit and open-source hardware by purchasing  
  products from Adafruit! 
 
  Written by Limor Fried/Ladyada for Adafruit Industries.   









// pin #2 is IN from sensor (GREEN wire) 
// pin #3 is OUT from arduino  (WHITE wire) 
SoftwareSerial mySerial(2, 3); 
Adafruit_Fingerprint finger = Adafruit_Fingerprint(&mySerial); 
 
// On Leonardo/Micro or others with hardware serial, use those! #0 is green wire, #1 is 
white 
//Adafruit_Fingerprint finger = Adafruit_Fingerprint(&Serial1); 
 
void setup()   
{ 
  while (!Serial);  // For Yun/Leo/Micro/Zero/... 
   
  Serial.begin(9600); 




  // set the data rate for the sensor serial port 
  finger.begin(57600); 
   
  if (finger.verifyPassword()) { 
    Serial.println("Found fingerprint sensor!"); 
  } else { 
    Serial.println("Did not find fingerprint sensor :("); 
    while (1); 
  } 
  Serial.println("Waiting for valid finger..."); 
} 
 
void loop()                     // run over and over again 
{ 
  getFingerprintIDez(); 
  delay(50);            //don't ned to run this at full speed. 
} 
 
uint8_t getFingerprintID() { 
  uint8_t p = finger.getImage(); 
  switch (p) { 
    case FINGERPRINT_OK: 
      Serial.println("Image taken"); 
      break; 
    case FINGERPRINT_NOFINGER: 
      Serial.println("No finger detected"); 
      return p; 
    case FINGERPRINT_PACKETRECIEVEERR: 
      Serial.println("Communication error"); 
      return p; 
    case FINGERPRINT_IMAGEFAIL: 
      Serial.println("Imaging error"); 
      return p; 
    default: 
      Serial.println("Unknown error"); 
      return p; 
  } 
 
  // OK success! 
 
  p = finger.image2Tz(); 
  switch (p) { 
    case FINGERPRINT_OK: 
      Serial.println("Image converted"); 
      break; 
    case FINGERPRINT_IMAGEMESS: 
      Serial.println("Image too messy"); 
      return p; 
    case FINGERPRINT_PACKETRECIEVEERR: 
      Serial.println("Communication error"); 
      return p; 
    case FINGERPRINT_FEATUREFAIL: 
      Serial.println("Could not find fingerprint features"); 
      return p; 
    case FINGERPRINT_INVALIDIMAGE: 
      Serial.println("Could not find fingerprint features"); 
      return p; 
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    default: 
      Serial.println("Unknown error"); 
      return p; 
  } 
   
  // OK converted! 
  p = finger.fingerFastSearch(); 
  if (p == FINGERPRINT_OK) { 
    Serial.println("Found a print match!"); 
  } else if (p == FINGERPRINT_PACKETRECIEVEERR) { 
    Serial.println("Communication error"); 
    return p; 
  } else if (p == FINGERPRINT_NOTFOUND) { 
    Serial.println("Did not find a match"); 
    return p; 
  } else { 
    Serial.println("Unknown error"); 
    return p; 
  }    
   
  // found a match! 
  Serial.print("Found ID #"); Serial.print(finger.fingerID);  
  Serial.print(" with confidence of "); Serial.println(finger.confidence);  
} 
 
// returns -1 if failed, otherwise returns ID # 
int getFingerprintIDez() { 
  uint8_t p = finger.getImage(); 
  if (p != FINGERPRINT_OK)  return -1; 
 
  p = finger.image2Tz(); 
  if (p != FINGERPRINT_OK)  return -1; 
 
  p = finger.fingerFastSearch(); 
  if (p != FINGERPRINT_OK)  return -1; 
   
  // found a match! 
  Serial.print("Found ID #"); Serial.print(finger.fingerID);  
  Serial.print(" with confidence of "); Serial.println(finger.confidence); 








Integrasi Modul RTC dengan Arduino Mega 2560 
 
Modul RTC berkomunikasi menggunakan Serial I2C, jadi RTC hanya 
menggunakan dua jalur komunikasi yaitu SDA dan SCL. Komunikasi I2C 
membutuhkan alamat untuk dapat saling berkomunikasi, maka alamat RTC 
ditentukan terlebih dahulu. Untuk dapat menggunakan modul RTC dengan Arduino 
diperlukan sebuah library bernama RTClib. Terdapat dua file utama dalam library 
tersebut yaitu RTClib.h dan RTClib.cpp. 
Berikut adalah contoh program penggunaan modul RTC ini: 




#if defined(ARDUINO_ARCH_SAMD)  // for Zero, output on USB Serial console, remove 
line below if using programming port to program the Zero! 





char daysOfTheWeek[7][12] = {"Sunday", "Monday", "Tuesday", "Wednesday", 
"Thursday", "Friday", "Saturday"}; 
 
void setup () { 
 
#ifndef ESP8266 
  while (!Serial); // for Leonardo/Micro/Zero 
#endif 
 
  Serial.begin(57600); 
  if (! rtc.begin()) { 
    Serial.println("Couldn't find RTC"); 
    while (1); 
  } 
 
  if (! rtc.isrunning()) { 
    Serial.println("RTC is NOT running!"); 
    // following line sets the RTC to the date & time this sketch was compiled 
    rtc.adjust(DateTime(F(__DATE__), F(__TIME__))); 
    // This line sets the RTC with an explicit date & time, for example to set 
    // January 21, 2014 at 3am you would call: 
    // rtc.adjust(DateTime(2014, 1, 21, 3, 0, 0)); 





void loop () { 
    DateTime now = rtc.now(); 
     
    Serial.print(now.year(), DEC); 
    Serial.print('/'); 
    Serial.print(now.month(), DEC); 
    Serial.print('/'); 
    Serial.print(now.day(), DEC); 
    Serial.print(" ("); 
    Serial.print(daysOfTheWeek[now.dayOfTheWeek()]); 
    Serial.print(") "); 
    Serial.print(now.hour(), DEC); 
    Serial.print(':'); 
    Serial.print(now.minute(), DEC); 
    Serial.print(':'); 
    Serial.print(now.second(), DEC); 
    Serial.println(); 
     
    Serial.print(" since midnight 1/1/1970 = "); 
    Serial.print(now.unixtime()); 
    Serial.print("s = "); 
    Serial.print(now.unixtime() / 86400L); 
    Serial.println("d"); 
     
    // calculate a date which is 7 days and 30 seconds into the future 
    DateTime future (now + TimeSpan(7,12,30,6)); 
     
    Serial.print(" now + 7d + 30s: "); 
    Serial.print(future.year(), DEC); 
    Serial.print('/'); 
    Serial.print(future.month(), DEC); 
    Serial.print('/'); 
    Serial.print(future.day(), DEC); 
    Serial.print(' '); 
    Serial.print(future.hour(), DEC); 
    Serial.print(':'); 
    Serial.print(future.minute(), DEC); 
    Serial.print(':'); 
    Serial.print(future.second(), DEC); 
    Serial.println(); 
     
    Serial.println(); 








Integrasi TFT LCD 2,4" dengan Arduino Mega 2560 
 
Untuk dapat menggunakan modul TFT LCD ini diperlukan beberapa file 
yang telah dirancang dan dibuat oleh Limor Fried, yaitu Adafruit_GFX.h, 
Adafruit_GFX.cpp, SWTFT.h, SWTFT.cpp, serta TouchScreen.h. 
Berikut adalah contoh programnya: 
#include <Adafruit_GFX.h>    // Core graphics library 
#include <SWTFT.h> // Hardware-specific library 
#include <TouchScreen.h> 
 
#define YP A1  // must be an analog pin, use "An" notation! 
#define XM A2  // must be an analog pin, use "An" notation! 
#define YM 7   // can be a digital pin 
#define XP 6   // can be a digital pin 
 
#define TS_MINX 150 
#define TS_MINY 120 
#define TS_MAXX 920 
#define TS_MAXY 940 
 
// For better pressure precision, we need to know the resistance 
// between X+ and X- Use any multimeter to read it 
// For the one we're using, its 300 ohms across the X plate 




// Assign human-readable names to some common 16-bit color values: 
#define BLACK   0x0000 
#define BLUE    0x001F 
#define RED     0xF800 
#define GREEN   0x07E0 
#define CYAN    0x07FF 
#define MAGENTA 0xF81F 
#define YELLOW  0xFFE0 





#define BOXSIZE 40 
#define PENRADIUS 3 
int oldcolor, currentcolor; 
 
void setup(void) { 
  Serial.begin(9600); 
  Serial.println(F("Paint!")); 
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  tft.reset(); 
   
  uint16_t identifier = tft.readID(); 
 
  Serial.print(F("LCD driver chip: ")); 
  Serial.println(identifier, HEX); 
     
 
  tft.begin(identifier); 
 
  tft.fillScreen(BLACK); 
 
  tft.fillRect(0, 0, BOXSIZE, BOXSIZE, RED); 
  tft.fillRect(BOXSIZE, 0, BOXSIZE, BOXSIZE, YELLOW); 
  tft.fillRect(BOXSIZE*2, 0, BOXSIZE, BOXSIZE, GREEN); 
  tft.fillRect(BOXSIZE*3, 0, BOXSIZE, BOXSIZE, CYAN); 
  tft.fillRect(BOXSIZE*4, 0, BOXSIZE, BOXSIZE, BLUE); 
  tft.fillRect(BOXSIZE*5, 0, BOXSIZE, BOXSIZE, MAGENTA); 
  // tft.fillRect(BOXSIZE*6, 0, BOXSIZE, BOXSIZE, WHITE); 
  
  tft.drawRect(0, 0, BOXSIZE, BOXSIZE, WHITE); 
  currentcolor = RED; 
  
  pinMode(13, OUTPUT); 
} 
 
#define MINPRESSURE 10 




  digitalWrite(13, HIGH); 
  // Recently Point was renamed TSPoint in the TouchScreen library 
  // If you are using an older version of the library, use the 
  // commented definition instead. 
  // Point p = ts.getPoint(); 
  TSPoint p = ts.getPoint(); 
  digitalWrite(13, LOW); 
 
  // if sharing pins, you'll need to fix the directions of the touchscreen pins 
  //pinMode(XP, OUTPUT); 
  pinMode(XM, OUTPUT); 
  pinMode(YP, OUTPUT); 
  //pinMode(YM, OUTPUT); 
 
  // we have some minimum pressure we consider 'valid' 
  // pressure of 0 means no pressing! 
 
  if (p.z > MINPRESSURE && p.z < MAXPRESSURE) { 
    /* 
    Serial.print("X = "); Serial.print(p.x); 
    Serial.print("\tY = "); Serial.print(p.y); 
    Serial.print("\tPressure = "); Serial.println(p.z); 
    */ 
     
    if (p.y < (TS_MINY-5)) { 
      Serial.println("erase"); 
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      // press the bottom of the screen to erase  
      tft.fillRect(0, BOXSIZE, tft.width(), tft.height()-BOXSIZE, BLACK); 
    } 
    // scale from 0->1023 to tft.width 
    p.x = tft.width()-(map(p.x, TS_MINX, TS_MAXX, tft.width(), 0)); 
    p.y = tft.height()-(map(p.y, TS_MINY, TS_MAXY, tft.height(), 0)); 
    /* 
    Serial.print("("); Serial.print(p.x); 
    Serial.print(", "); Serial.print(p.y); 
    Serial.println(")"); 
    */ 
    if (p.y < BOXSIZE) { 
       oldcolor = currentcolor; 
 
       if (p.x < BOXSIZE) {  
         currentcolor = RED;  
         tft.drawRect(0, 0, BOXSIZE, BOXSIZE, WHITE); 
       } else if (p.x < BOXSIZE*2) { 
         currentcolor = YELLOW; 
         tft.drawRect(BOXSIZE, 0, BOXSIZE, BOXSIZE, WHITE); 
       } else if (p.x < BOXSIZE*3) { 
         currentcolor = GREEN; 
         tft.drawRect(BOXSIZE*2, 0, BOXSIZE, BOXSIZE, WHITE); 
       } else if (p.x < BOXSIZE*4) { 
         currentcolor = CYAN; 
         tft.drawRect(BOXSIZE*3, 0, BOXSIZE, BOXSIZE, WHITE); 
       } else if (p.x < BOXSIZE*5) { 
         currentcolor = BLUE; 
         tft.drawRect(BOXSIZE*4, 0, BOXSIZE, BOXSIZE, WHITE); 
       } else if (p.x < BOXSIZE*6) { 
         currentcolor = MAGENTA; 
         tft.drawRect(BOXSIZE*5, 0, BOXSIZE, BOXSIZE, WHITE); 
       } 
 
       if (oldcolor != currentcolor) { 
          if (oldcolor == RED) tft.fillRect(0, 0, BOXSIZE, BOXSIZE, RED); 
          if (oldcolor == YELLOW) tft.fillRect(BOXSIZE, 0, BOXSIZE, BOXSIZE, YELLOW); 
          if (oldcolor == GREEN) tft.fillRect(BOXSIZE*2, 0, BOXSIZE, BOXSIZE, GREEN); 
          if (oldcolor == CYAN) tft.fillRect(BOXSIZE*3, 0, BOXSIZE, BOXSIZE, CYAN); 
          if (oldcolor == BLUE) tft.fillRect(BOXSIZE*4, 0, BOXSIZE, BOXSIZE, BLUE); 
          if (oldcolor == MAGENTA) tft.fillRect(BOXSIZE*5, 0, BOXSIZE, BOXSIZE, 
MAGENTA); 
       } 
    } 
    if (((p.y-PENRADIUS) > BOXSIZE) && ((p.y+PENRADIUS) < tft.height())) { 
      tft.fillCircle(p.x, p.y, PENRADIUS, currentcolor); 
    } 








Integrasi Modul Wifi ESP01 dengan Arduino Mega 2560 
 
Modul ESP01 menggunakan chip ESP8266, modul ini memanfaatkan 
komunikasi UART dengan Arduino. Untuk dapat menggunakan modul ini 
diperlukan library dari ITEAD Intelligent Systems Co., Ltd. File utamanya adalah 
ESP8266.h dan ESP8266.cpp.  
Berikut adalah contoh program untuk dapat menyambung ke jaringan wifi: 
/** 
 * @example ConnectWiFi.ino 
 * @brief The ConnectWiFi demo of library WeeESP8266.  
 * @author Wu Pengfei<pengfei.wu@itead.cc>  
 * @date 2015.03 
 *  
 * @par Copyright: 
 * Copyright (c) 2015 ITEAD Intelligent Systems Co., Ltd. \n\n 
 * This program is free software; you can redistribute it and/or 
 * modify it under the terms of the GNU General Public License as 
 * published by the Free Software Foundation; either version 2 of 
 * the License, or (at your option) any later version. \n\n 
 * THE SOFTWARE IS PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, 
EXPRESS OR 
 * IMPLIED, INCLUDING BUT NOT LIMITED TO THE WARRANTIES OF 
MERCHANTABILITY, 
 * FITNESS FOR A PARTICULAR PURPOSE AND NONINFRINGEMENT. IN NO 
EVENT SHALL THE 
 * AUTHORS OR COPYRIGHT HOLDERS BE LIABLE FOR ANY CLAIM, DAMAGES 
OR OTHER 
 * LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT OR OTHERWISE, 
ARISING FROM, 
 * OUT OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE OR OTHER 
DEALINGS IN 




#define SSID        "ITEAD" 






    Serial.begin(9600); 
    Serial.print("setup begin\r\n"); 
 
    Serial.print("FW Version: "); 
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    Serial.println(wifi.getVersion().c_str()); 
     
     
    if (wifi.setOprToStation()) { 
        Serial.print("to station ok\r\n"); 
    } else { 
        Serial.print("to station err\r\n"); 
    } 
 
    if (wifi.joinAP(SSID, PASSWORD)) { 
        Serial.print("Join AP success\r\n"); 
        Serial.print("IP: ");        
        Serial.println(wifi.getLocalIP().c_str()); 
    } else { 
        Serial.print("Join AP failure\r\n"); 
    } 
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