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ABSTRAK 
 
PT. Sinar Surya Sentosa Sejahtera merupakan sebuah Kontraktor swasta 
yang menawarkan produk dan jasa inovatif serta komprehensif terutama disisi 
Manufakturing Conveyor dan Automation Machine product. Dalam menjalankan 
bisnisnya perusahaan sangat banyak menyimpan aset-aset berharga seperti 
dokumen dengan ekstensi *.dwg, *.doc, *.docx, *.xls, *xlsx, *.txt, *.pdf. Namun 
dalam penyimpanan dokumen tersebut tidak di temukan pengamanan yang dapat 
mengatasi pencurian dan penduplikasian data oleh pihak-pihak yang tidak 
bertanggung jawab dalam perusahaan. Untuk menangani permasalahan yang ada 
pada PT. Sinar Surya Sentosa Sejahtera maka diperlukan aplikasi pengamanan 
data yang dapat mengamankan berkas file dokumen yang dimiliki. Dengan 
menerapkan metode steganografi EOF (End Of File) dan algoritma kriptografi RC 
4 (RIVEST CODE 4), aplikasi ini dibangun dengan bahasa pemrograman Java 
berbasis desktop. Steganografi adalah seni dan ilmu menulis pesan tersembunyi 
atau menyembunyikan pesan dengan suatu cara sehingga selain pengirim dan 
penerima tidak ada seorang pun yang mengetahui dan menyadari bahwa ada suatu 
pesan rahasia. Kriptografi adalah proses pengacakan data asli, sehingga dihasilkan 
data teracak dan berbeda dengan aslinya. Aplikasi ini dapat mengamankan dan 
menjaga kerahasiaan data dan informasi pada PT. Sinar Surya Sentosa Sejahtera 
dari terjadinya pencurian dan manipulasi data oleh pihak yang tidak 
berkepentingan. Data yang dapat dienkripsi dan disisipkan dengan format berupa 
file autocad (.dwg), file word (.doc, .docx), file excel (.xls, .xlsx), file text (.txt), 
dan file pdf (.pdf) sedangkan untuk file penampung data rahasia berupa file 
gambar yang berjenis .jpg, .png, .bmp. Algoritma kriptografi RC 4 dan metode 
steganografi EOF dapat diimplementasikan pada aplikasi pengamanan dokumen 
sehingga tidak terjadi pencurian dokumen. 
Kata Kunci : Steganografi, End Of File, Kriptografi, RC 4 
 
ABSTRACT 
 PT. Sinar Surya Sentosa Sejahtera is a private contractor that offers 
innovative products and services that are provided specifically for Conveyor 
Manufacturing and Automation Machinery products. In running its business the 
company saves valuable assets such as documents with extensions * .dwg, * .doc, 
* .docx, * .xls, * xlsx, * .txt, * .pdf. However, the safekeeping of this document is 
not found that can overcome theft and duplication of data by irresponsible parties 
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within the company. To overcome the problems that exist at PT. Sinar Surya 
Sentosa Sejahtera, it requires data security applications that can be stored in 
document files. By applying the EOF (End Of File) steganography and RC 4 
cryptographic algorithm (RIVEST CODE 4), this application was built with the 
Java-based Java programming language. Steganography is a senior and science 
who writes secret messages or succeeds in generating messages in a way that can 
help and accept no one understands and understands what is a secret message. 
Cryptography is the process of randomizing original data, producing completely 
randomized and completely different data. This application can move and store 
the confidentiality of data and information at PT. Sinar Surya Sentosa Sejahtera 
from the possibility of theft and data manipulation by unauthorized parties. Data 
that can be encrypted and inserted in a format that contains autocad (.dwg) files, 
word files (.doc, .docx), excel files (.xls, .xlsx), text (.txt) files, and pdf files (.pdf). ) 
Whereas for confidential data container files in the form of image files of type 
.jpg, .png, .bmp. RC 4 cryptographic algorithms and EOF steganography methods 
can be implemented in document security applications so that document theft is 
not occurred. 
Keywords: Steganography, End of File, Cryptography, RC 4 
 
BAB I PENDAHULUAN 
PT. Sinar Surya Sentosa Sejahtera merupakan sebuah Kontraktor swasta yang 
menawarkan produk dan jasa inovatif serta komprehensif terutama disisi 
Conveyor Transfer Product & Automation Machine. Dalam menjalankan 
bisnisnya perusahaan sangat banyak menyimpan aset-aset berharga seperti 
dokumen dengan ekstensi *.dwg, *.doc, *.docx, *.xls, *xlsx, *.txt, *.pdf, *.ppt, 
*.pptx. Namun dalam penyimpanan dokumen tersebut tidak di temukan 
pengamanan yang dapat mengatasi pencurian dan penduplikasian data oleh pihak-
pihak yang tidak bertanggung jawab dalam perusahaan. 
Dengan begitu PT. Sinar Surya Sentosa Sejahtera membutuhkan aplikasi 
penunjang yang dapat membuat data tidak bisa disadap, bahkan tidak menarik 
perhatian dari para pihak yang tidak bertanggung jawab tersebut, aplikasi yang 
dimaksud adalah aplikasi steganografi dan kriptografi. 
Keuntungan bagi PT. Sinar Surya Sentosa Sejahtera adalah mampu 
merahasiakan atau menyembunyikan keberadaan dari sebuah pesan berupa 
dokumen dengan ekstensi *.dwg, *.doc, *.docx, *.xls, *xlsx, *.txt, *.pdf, *.ppt, 
*.pptx. Dalam prakteknya, kebanyakan pesan disembunyikan dengan membuat 
perubahan tipis terhadap data digital lain yang isinya tidak akan menarik perhatian 
orang-orang yang berpotensial mencurinya. Perubahan ini bergantung pada kunci 
(sama pada kriptografi) dan pesan untuk disembunyikan. 
 
BAB II LANDASAN TEORI 
2.1 Pengertian Kriptografi 
Kriptografi dapat diartikan sebagai ilmu dan seni untuk menjaga keamanan 
pesan yang dilakukan oleh cryptographer, sedangkan cryptanalysis adalah suatu 
ilmu dan seni membuka pesan yang diacak. Kata “seni” di dalam definisi tersebut 
berasal dari fakta sejarah bahwa pada masa-masa awal sejarah kriptografi, setiap 
orang mempunyai cara-cara yang unik untuk merahasiakan pesan cara- cara unik 
tersebut berbeda-beda pada setiap pelaku kriptografi. Setiap cara menulis pesan 
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rahasia, pesan tersebut mempunyai nilai estetika tersendiri sehingga kriptografi 
berkembang menjadi sebuah seni merahasiakan pesan. (Fadli, 2013)[1] 
2.2 Pengertian Citra Digital 
Citra atau image  adalah angka, dari segi estetika, citra atau gambar adalah 
kumpulan warna yang bisa terlihat indah, memiliki pola, berbentuk abstrak dan 
lain sebagainya. Citra dapat berupa foto udara, penampang lintang (cross section) 
dari suatu benda, gambar wajah dan lain sebagainya. Dari segi ilmiah, citra adalah 
gambar 3 dimensi dari suatu fungsi, biasanya intensitas warna sebagai fungsi 
spatial x dan y. Di komputer, warna dapat dinyatakan misalnya sebagai angka 
dalam bentuk skala RGB. Karena citra adalah angka, maka citra dapat diproses 
secara digital. (Mulyawan, H. dan Samsono, M.Z.H.,)[2]. 
2.3 Pengertian Unified Modelling Language (UML) 
Menurut Rosa A.S dan M. Shalahudin, (2014:133) Unified Modeling 
Language (UML)  muncul karena adanya kebutuhan pemodelan visual untuk 
menspesifikasikan, menggambarkan, membangun, dan dokumentasi dari sistem 
perangkat lunak. UML hanya berfungsi untuk melakukan pemodelan. Jadi 
penggunaan Unified Modeling Language (UML)  tidak terbatas pada metodologi 
tertentu, meskipun pada kenyataannya Unified Modeling Language (UML)  paling 
banyak digunakan pada metodologi berorientasi objek. 
 
BAB III ANALISA MASALAH DAN PERANCANGAN PROGRAM 
3.1. Analisa Masalah 
PT. Sinar Surya Sentosa Sejahtera merupakan sebuah Kontraktor swasta yang 
menawarkan produk dan jasa inovatif serta komprehensif terutama disisi 
Conveyor Transfer Product & Automation Machine. Dalam menjalankan 
bisnisnya perusahaan sangat banyak menyimpan aset-aset berharga seperti 
dokumen dengan ekstensi *.dwg, *.doc, *.docx, *.xls, *xlsx, *.txt, *.pdf, *.ppt, 
*.pptx. Namun dalam penyimpanan dokumen tersebut tidak di temukan 
pengamanan yang dapat mengatasi pencurian dan penduplikasian data oleh pihak-
pihak yang tidak bertanggung jawab dalam perusahaan. 
3.2. Use Case Diagram 
Use Case Diagram dibawah ini merupakan sebuah interaksi dengan sebuah 
sistem. 
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Gambar 3.1 Use Case Diagram 
3.3. Activity Diagram 
a. Buat Akun 
Activity Diagram Buat Akun dibawah ini menggambarkan proses buat akun. 
Untuk lebih jelasnya lihat gambar berikut ini. 
  uc Use Case 
Use Case Sistem 
User 
Buat Akun User 
Login 
Embed 
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Update Akun 
Lupa Pasword 
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Help 
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Gambar 3.2 Activity Diagram Buat Akun 
3.4. Sequence Diagram 
a. Buat Akun 
Sequence Diagram Buat Akun dibawah ini menggambarkan proses Buat 
Akun. Untuk lebih jelasnya lihat gambar berikut ini. 
 
Gambar 3.3 Sequence Diagram Buat Akun 
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BAB IV IMPLEMENTASI DAN ANALISA PROGRAM 
4.1 Implementasi 
Agar aplikasi pengamanan data ini dapat berjalan dengan baik, spesifikasi 
perangkat yang dipakai untuk implementasi aplikasi juga harus mendukung agar 
kinerja aplikasi ini menjadi seperti apa yang diharapkan. Spesifikasi berikut bisa 
mendukung sistem ini diantaranya adalah: 
a. Perangkat Keras (Hardware) 
Perangkat keras (hardware) yang digunakan untuk mendukung sistem aplikasi 
ini secara  maksimal adalah sebagai berikut: 
1) Processor : Intel® Core™ i5-4200U CPU @1.60GHz 2.30 GHz. 
2) Installed Memory (RAM) : 4GB. 
3) Monitor 14” 1366 x 768 (64-bit). 
4) Keyboard / Mouse. 
5) Hardisk 1TB. 
b. Perangkat Lunak (Software) 
Perangkat lunak (software) yang digunakan penulis untuk membuat laporan 
penelitian ini adalah : 
1) Sistem operasi Windows 10 Home Single Language. 
2) Bahasa Pemrograman Java dengan Editor Netbeans 8.0.1 
3) Microsoft Office 2010. 
4) Hex Editor Neo.  
4.2 Tampilan Layar Program 
a. Tampilan Layar Form Buat Akun 
Ketika kita menjalankan aplikasi untuk pertama kali maka akan tampil halaman 
untuk buat akun. Halaman ini hanya dapat berfungsi disaat program pertama 
kali dijalankansebelum admin mempunyai akun, halaman ini berguna untuk 
membuat akun untuk menjalankan aplikasi tersebut. seperti pada gambar 
berikut. 
 
Gambar 4. 1. Tampilan Form Buat Akun 
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BAB V KESIMPULAN DAN SARAN 
5.1 Kesimpulan 
Melalui proses pengerjaan dan pengujian dalam penelitian ini, maka dapat 
disimpulkan beberapa hal, yaitu : 
1. Algoritma kriptografi RC 4 dan metode steganografi EOF dapat 
diimplementasikan pada aplikasi pengamanan dokumen sehingga tidak terjadi 
pencurian dokumen. 
2. Dengan adanya program aplikasi kriptografi dan steganografi pengamanan 
dokumen, penyimpanan menjadi lebih aman.Pengguna yang menggunakan 
aplikasi ini dapat mengenkripsi dokumen dengan tipe *dwg, *.doc, *.docx, 
*.xls, *xlsx,*.txt,*.pdf dan menyisipkan dokumen ke dalam gambar dengan 
tipe .jpg, .png, .bmp. 
5.2 Saran 
Beberapa saran yang dapat diberikan untuk pengembangan lebih lanjut 
dengan harapan dapat menghasilkan penelitian yang lebih baik lagi di kemudian 
hari, berikut saran yang dapat diberikan : 
1. Menambahkan kompresi untuk menghasilkan data yang lebih kecil. 
2. Menambah jumlah file yang dapat dienkripsi selain dengan tipe *dwg, *.doc, 
*.docx, *.xls, *xlsx,*.txt dan  *.pdf saja. 
3. Menambah format file penampung gambar selain dengan tipe .jpg, .png, .bmp 
saja. 
4. Algoritma enkripsi yang dibuat sebaiknya selalu ditingkatkan, karena dengan 
semakin berkembangnya ilmu pengetahuan kriptografi, maka tidak dipastikan 
apakah algoritma ini masih bisa diandalkan.  
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