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Abstrakt
Diplomová práce si klade za cíl nabídnout řešení pro vybranou firmu v oblasti informačních
systémů. Za základ si bere analýzu podle známých modelů, které aplikuje na situaci ve
zvolené společnosti. Následně se zabývá samotným návrhem, kterého výstupem se autor
snaží najít optimální řešení, které bude moct společnost využít. Obě tyto části se opírají
o úvodní teoretickou sekci.
Summary
This diploma thesis aims to offer a solution for selected company in the area of information
systems. As a basis it uses analysis according to known models, which are being applied
to the situation in selected company. Subsequently it aims to address the actual proposal,
in which output the author tries to find an optimal solution, that could be used in the
company.
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1. Úvod
Mluvíme-li o informačních systémech jako o vědní disciplíně, pak ji lze označit za oblast
vědního oboru propojující profesionální a akademickou úroveň s podnikem a informačními
technologiemi. Tento pojem zahrnuje široké téma ale nenajde se přesná definice, která do-
káže všechny typy uspokojivě pokrýt. Je ale zřejmé, že jde o jeden z klíčových elementů
v moderní firmě, nezáleží je-li to právě menší společnost, nebo větší. V současnosti jsou
už neoddělitelnou součástí světa, silně ovlivňují práci lidí, doby písemné korespondence
jsou už jistou dobu minulostí. I když podob, které může informační systém nabývat, je
mnoho, a i když je podoba a funkčnost závislá od potřeb nebo od aktuální implementace,
společným znakem všech efektivních informačních systémů je mimo jiné zvýšení efektivity,
automatizace procesů, úspora času a v konečném důsledku i zisků.
Samotné slovo systém je možno chápat jako množinu dílčích prvků, které mají mezi
sebou nějaký vztah a a spolupracují v určité činnosti. Z tohoto pojmu s rozvojem hlavně
informačních technologií byly postupně odvozeny jiné výrazy, například byznys systém a
dále informační systém. Pokud se systém limituje pouze na společnosti, porovnání byznys
systému a informačního systému tkví právě v užším zaměření byznys systému. Informační
systém se tedy zaměřuje nejen na striktně omezenou oblast uvnitř firmy, ale má možnosti
interagovat i s okolním světem, jako je například zainteresování samotných zákazníků.
Informační systém se v literatuře nebo i žargonu spojuje se zkratkou IS/ICT, nebo IS/IT.
Právě ICT značí informační a komunikační služby, které jsou celkově už esenciální při
plnění účelu informačních systémů. ICT je tedy označení pro hardwarové a softwarové
prostředky pro manipulaci s daty. V abstrakci se dá mluvit o komunikaci mezi zaměst-
nanci, interní zprávy. . .
Informační systém jako každý jiný software se škáluje podle možností (finančních, ča-
sových), požadavků. Taktéž jako software může být otevřený, uzavřený. Může být vyvíjen
zakázkově, nebo jen zpřístupněn v rámci licence. Problematika při informačním systému
je samozřejmě nejvyšší v zakázkově orientovaném systému, jelikož je vyvíjen přesně podle
potřeb cílové společnosti. Přináší to řadu výhod ale i problémů. Pro úvod se dá uvažovat
například o zvýšené ceně a délce vývoje a nasazení z pohledu nevýhod a o kvalitě, stabilitě
ze strany výhod. Komerční (ne na zakázku) nebo i otevřené systémy jsou na tom opačně.
Většinou jsou levnější (open-source sám o sobě, komerčně laděné jsou klasicky zpoplat-
něny) a některé jsou hlavně plně funkční. Jejich síla vychází také z existující komunity
uživatelů a vývojářů. V praxi je tato alternativa běžná a použití se najde i mimo podni-
kovou sféru. Pro informační systémy, jako komplexní, nebo semi-komplexní software, také
platí, že složitost je v ekvivalenci s funkcionalitou a účelem.
Z výše uvedených odstavců je zjevné, že jde o velkou oblast problematiky. Informační
systémy se staly důležitou komponentou ve firmách a pomáhají jim dosahovat jejich cílů.
Dá se očekávat, že výběru informačního systému ve firmách předchází řada analýz, které
pomáhají určit správný systém, který je jak finančně, tak i časově náročný na integraci.
Cílem této práce je nastínit situaci ve vybrané organizaci, analyzovat její dosavadní
informační systém a zhodnotit kladné a záporné stránky. Následně z výsledné analýzy vy-
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1.1. MOTIVACE
pracovat návrh změn, které budou při informačním systému znamenat přínos pro procesy,
které jsou ve společnosti přítomny.
1.1. Motivace
Tato práce nepatří mezi práce s unikátní tématikou ale svým pozdějším obsahem se
přiklání k více technickému řešení. To je podmíněno faktem, že společnost, která je před-
mětem analýzy, je od úvodních detailů v druhé sekci více nakloněna vlastním řešením
informačního systému, než použitím komerčního řešení. Důvody se pro toto tvrzení dají
najít v kapitole 4. - Analýza problému a dále i v kapitole 5. - Vlastní návrhy řešení.
Oproti zdlouhavému porovnávání existujících řešení nabídne pohled do nízko-nákladového
řešení, které je v menší firmě daleko přínosnější než drahé hotové řešení. Detaily jsou ro-
zepsány v 5. kapitole a dále jemně zhodnocují vytvořený návrh.
Autor práce je zaměstnancem ve zvolené společnosti a má proto potřebný přehled o
potřebách, které se od vytvořeného řešení očekávají.
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2. Cíle práce, metody a postupy
zpracování
Jak bylo v úvodu této práce naznačeno, jde o zhodnocení dosavadního systému, ana-
lýzu společnosti z pohledu nasazení informačního systému a navrhnutí změn, které v
kontextu informačních systémů budou pro firmu přínosem. Jelikož informační systém ve
vybrané firmě je silně omezen, je analýza zaměřena mimo vytknutí nedostatků na návrh
a aplikaci informačního systému, který by firma dokázala maximálně využít. Existující
systémy (nástroje, většinou volně dostupné, například sada Google Docs1, nebo ruční
tiskopisy) by měly být nahrazeny novým centralizovaným systémem. Dá se tedy předem
počítat, že práce bude rovněž zaměřena nejen na teoretickou rovinu, ale přinese poznatky
i praktické. Vzhledem k faktům, které vyplývají z popisu vybrané společnosti se dá také
označit část návrhu vlastního řešení, jako přehled vývoje a integrace vlastního informač-
ního systému. Podrobnosti jsou v textu práce dostatečně popsány včetně bližších detailů,
proč je řešení vlastní výhodnější než použití reálného, předem existujícího řešení.
Celá práce se dá rozdělit na teoretickou a praktickou část a závěr s přílohami. Te-
oretická část má za cíl seznámit čtenáře s fakty a pojmy, které jsou v práci použity a
jsou relevantní k jejím částem a blíže danou problematiku rozvíjejí. Do teoretické části
práce zahrnuji i analytickou část, aby praktická část obsahovala pouze celý návrh vlast-
ního řešení pro změny v informačním systému firmy. Analýza se zabývá okolím firmy z
pohledu interního i externího. Analyzuje slabá místa v stávajícím informačním systému
a nabízí přehled konkurenčních řešení. Podle zdrojů získaných ze seznamu doporučené
literatury ale i jiných knižních, nebo internetových zdrojích se v průběhu této části sta-
novují celky, které se zabývají specifickými problematikami v rámci vybrané společnosti s
přihlédnutím na informační systém. Využívá k tomu osvědčené postupy, které v teoretic-
kých východiscích práce taktéž popisuje. Teoretická část není určena jako zdroj veškerých
informací k problematice, nýbrž jejím cílem je stanovit fakta, z kterých bude praktická
část vycházet a načrtne některé směry ve kterých se společnost může dále rozvíjet. Od-
borné a jiné technické výrazy jsou do jisté míry vysvětleny, aby jim porozuměl i běžný
čtenář. Jelikož je informační systém v podniku jako koncept značně rozsáhlý, soustřeďuje
se práce na problematiku, která je relevantní pro tuto práci. Některé fakta jsou proto
opomíjena - například kompletní výčet všech typů informačních systémů.
Z teoretické části a analýzy vychází praktická část v kapitole Vlastní návrhy řešení,
která se věnuje právě návrhu řešení. Praktická část je v podstatě celá umístěna do 5.
kapitoly a jejím úkolem je s jistým technickým podtextem přiblížit návrh informačního
systému, který by stávající nahradil. Jako návrh nenabízí seznam všech možností, ale po-
pisuje jenom jednu, která byla před ostatními upřednostněna z důvodů, které jsou v textu
zahrnuty. Autor práce přitom čerpá velkou mírou z vlastních zkušeností.
Obě části práce se nesnaží podat vyčerpávající výklad všech možností, ale soustřeďují
se na vybrané celky, které podle autora přispívají k užitečnosti práce a které jsou i pře-
vzaty z uvedených zdrojů. Dílčí výsledky jsou patřičně okomentovány i s odůvodněním
1http://www.docs.google.com
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zvoleného řešení.
Závěr nabízí ucelený přehled celé práce, doplněný subjektivním názorem autora na
získané výsledky, včetně několika metrik a malé úkazky ze systému. Zhodnocuje všechna
fakta a poznatky a tím popisuje výsledek celé diplomové práce. Přílohy zahrnují reference,
z kterých byly znalosti čerpány a taky náhledy na prototyp podle řešení.
Diplomová práce v sobě zahrnuje ilustrační příklady systémů, architektury, analýz a
jiné tabulky s daty, které jsou pro rozhodování přínosné.
2.1. Použití ve vybrané společnosti
Pro identifikaci se v této práci uvádí skutečná firma, která bude dále označena pod ná-
zvem ”Abc”, v rámci utajení jména. Diplomová práce je zaměřena na právě tuto firmu,
nicméně nabyté poznatky je určitě možné využít i v jiných případech. Poznatky by měly
vést ke zlepšení situace okolo informačního systému a podpůrných aktivit, ve kterých
tento systém figuruje.
V úvodu pro zvolenou firmu jen načrtnu, že se jedná o společnost pro vývoj informač-
ních technologií, ve které je typický informační systém řádově odlišný už jen ze zaměření
firmy. V porovnání s jinou firmou, která je zaměřena například na výrobu potravin, jsou
velké rozdíly ve vztahu s klienty, nebo i s dodavateli, kteří jsou ve zvolené firmě přítomni
maximálně ve formě poskytovatelů hostingu a obdobných služeb. Z pohledu času se jedná
o mladou firmu, která oproti jiným větším zaměstnává méně než desítky lidí. Díky těmto
charakteristikám jsou mnohé faktory v analýzách vypuštěny nebo zanedbány z důvodu
malého dopadu na výsledek.
Bližší detaily o společnosti jsou uvedeny ve 4. kapitole - Analýza problému, včetně
konkretizace zaměření, struktury atd.
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3. Teoretická východiska práce
V této kapitole jsou popsány teoretické a věcné pojmy, které jsou dále v práci uváděny.
Čtenáře seznámí se základním dělením informačních systémů, přiblíží a obsahuje popis
použitých modelů pro analýzu.
3.1. Pojem informační systém
Přesná definice informačního systému neexistuje, případně nedá se dostatečně aplikovat
na všechny systémy, které jsou označené jako informační. Podle oblastí nasazení se může
podstatně lišit. Pod pojmem informační systém si člověk obyčejně může představit soubor
komponent, které shrnují, ukládají a dále zpracovávají data, za účelem zprostředkování
informací a znalostí, případně výsledných produktů. V rámci firem jsou nasazeny s cílem
zvýšení efektivnosti jedné nebo mnoha svých činností. Pro příklad jde o interní mzdový
systém.
Dny, kdy byli informace dostupná jen v papírové formě jsou už dávno historií. Rozvoj
informačních technologií v druhé polovině 20. století výrazně zasáhl do fungování firem
nejen přínosem kancelářských balíků. Původně čistě interní a tzv. oﬄine informační sys-
témy, které byli omezené místem nasazení se postupně hlavně s pomocí internetu vyvinuli
do podoby online systému, kde jsou data dostupná z libovolného místa. Informace, které
by zájemce požadoval, byli od této doby k dispozici za mnohem kratší čas a i z pohodlí
domova. Vývoj informačních systému nezůstal ale jenom na interní úrovni ve firmách.
Mnohé informační systémy jsou navrženy pro širokou veřejnost a nabízejí různorodé slu-
žby, které dále můžou zajišťovat cíle hostovatelské společnosti. Jiné existují se záměrem
být interní s vazbami na okolí. Může jít i podnikový informační systém, který má vazby
na veřejnou část, kde si můžou návštěvníci zakoupit produkty. Objednávka se přenese do
interního systému na další zpracování. Možností a zaměření je skutečně mnoho. Jistou
formou informačních systémů tvoří například i známé sociální sítě.
Obecné pojímání ohledem informačních systémů má za základ byznys, který ovšem
nemusí být vždy přítomen, co vyplývá i z předchozího popisu. Informační systém může být
integrován i v rámci vzdělávací instituce, může spájet komunitu. Základní schéma takto
využití nevylučuje ale právě spíš podporuje. Taktéž to neznamená, že informační systém
je závyslý na informačních technologiích, které rozhodně procesy v systému usnadňují,
ale podle historie a taktéž mnohých zdrojů (například ), to není esenciální1.
V praxi se často uvažuje jen o použití informačního systému, ale celá infrastruktura
je právě pojem, který je označován jako IS/ICT, někdy dokonce jen jako ICT. ICT (In-
formation and communication technology) je zastřešující pojem pokrývající hardware,
software, data a lidi, které nad daty pracují. Všeobecně akceptovaná schéma definuje ICT
často následovně:
1Trendy ale podporují právě nejnovější technologie. Použití psaných dokumentů je možné, ale celkově
je velice neefektivní.
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• Data
• Lidi
• Procesy
• Hardware
• Software
• Informace
Data by měli být chápány jako surový materiál, který do systémů vstupuje. Po zpra-
covaní se již dá mluvit o informacích, nebo znalostech. Lidi můžou být podle vztahu k
firmě rozlíšení jako zaměstnanci (včetně managementu a vedení), klienti, externisti / do-
davatelé (lidé, který užívají systém, ale nejsou přímo zaměstnanci společnosti). Ve vztahu
k ICT jsou lidi zásobovači informací, jsou to entity, které provádějí rozhodnutí, specifikují
parametry atp2 a nakonec výstupy ze systému sami užívají. Procesy určují co, jak a kdy
má být spraveno. Zabezpečují „živýÿ systém a podporují komunikaci. Administrativní
procedury v systému mohou označovat neplatící zákazníky, nebo prodlevy v dodávkách.
Hardware je fyzická část ICT systému. Jde o komponenty běžné v informační technice,
ať už jde o vstupní/výstupní zařízení, tak i komponenty pro uchovávaní dat. V ICT jsou
to taktéž komunikační komponenty, jako telefon, nebo síťové komponenty. Software jsou
programy, které podporují procesy, tím, že v základu vykonávají činnosti podle specifi-
kace. Informace jsou výsledkem funkce procesů, tj. tvoří výstup ICT systému.
Pokud porovnávám kontrast mezi informačním systémem a ICT, zjednodušeně se dá
říci, že informační systém tvoří hardware, software a data. ICT podobně jako informační
systém nemá absolutní definici - koncept a metody se vyvíjejí neustále.
3.2. Historie a vývoj informačních systémů
Pokud na informační systém nahlížíme pouze jako na automatizovaný systém pro pod-
poru procesů, dá se jako první reprezentující systém uvažovat tabulkovo-karetní systém,
který vzešel z učení automatizace v 80 letech 19 století. Byl to systém na zaznamenávání
obchodů a s jistou nadsázkou se dá považovat za první moderní informační systém pro
menežment, jinak také jako Management Information System (MIS). Jiné zdroje uvádějí,
že MIS, tj. Management Information System se objevil až na začátku šedesátých let 20
století. Měl to být systém, který spájel oblasti počítačové vědy, managementu, organizač-
ních principu, výzkumu a ůčetnictví. Každý z těchto odborů měl svůj smysl při formování
vědné oblasti pro informační systémy. Platí ale celkově fakt, že s vývojem počítačů a výšší
komplexnosti obchodů se i informační systémy začali dále vyvýjet. Původní akademický
záměr definovat hranice informačních systémů už nebyl relevantní a hranice jako také
zůstali proměnlivé. Specializovali se a získali přívlastky jako například účtovní informační
systém, nebo systém pro plánování podnikových zdrojů. Na jedné straně to přispělo k
větší flexibilitě ale také k možnosti, že by se vědní obor informačních systémů rozčlenil
2Toto v dnešní době není zcela pravda. S pokrokem v oblasti umělé inteligence mohou existovat
subsystémy, které data automaticky generují, nebo se podílejí na rozhodování
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do několika menších. Jedna z odlišností se objevila například v konfliktu tzv. automa-
tizovaného MIS na jedné straně a koncept dotazovacího informačního systému na konci
šedesátých let.
V sedmdesátých letech pokračoval rozmach technologií a období bylo poznačeno také
vznikem osobních počítači. S tím se začali objevovat uživatelé ve všech směrech a organi-
zace je často začleňovali do svého vývoje. Strategie informačních systémů ale byli pořád
nedotaženy. Většinou se každé oddělení ve firmách snažila vyvíjet svůj vlastní systém,
který bude napomáhat právě jejich procesům. V těchto letech přišla firma IBM s řešením,
které je známé jako první komerční databázový informační systém. To otevřelo dveře pro
další využití, mimo jiné, i pro malé firmy.
V dalších dvaceti letech vývoj pokračoval v několika vlnách a začali se objevovat
možnosti internetu. V akademické oblasti se také formovali další skupiny, které často
diktovali nové směry informačních systémů. Vývoj se také dostal do oblasti outsourcingu
a také nákupu a prodeje hotových řešení. V 80 a 90 letech byli používány automatizované
systémy řízení, přidávali se automatizace dílčích procesů, jako například inženýrských
prací, systémy na podporu návrhu výroby. To bylo spojeno s použitím tzv. CAD/CAM
systémů. Pořád se objevovala jistá terminologická nejednoznačnost na poli podnikových
informačních systémů. Konflikty se objevovali v použití jistých názvoslovích, hlavně v
softwarové podpoře plánovaní, které používala jiné označení jako jiné systémy. Problém
přetrvává dodnes, i menší míře. V 90 letech byly u nás řešení typu MRP (II), nebo PPS
důvodem největší změny v oblasti podnikových informačních systémů. Na tyto se navázali
řešení pro finanční řízení, účetnictví, co způsobilo vývoj ERP systémů.
Na počátku nového tisíciletí se záměr posunul od výzkumu nových technologií do in-
ternetové doby. Komercionalizace internetu drasticky změnila nejen oblast IS, ve které
jsou organizace neustále spojeny s dodavateli a zákazníky. Toto odstranilo problém v ná-
ročnosti na čas a prostor, protože data byli dostupné odkudkoli a kdykoli. Bylo jasné
že pokrok ani v této sféře nebude ukončen a právě naopak - dostane se do všech ob-
lastí výzkumu, nebo obchodů, jako například e-komerce. Lidé už dále nebyli omezeny
jenom pevným počítačem, ale mohli používat mobilní zařízení, kterých rozvoj začal v té
době výrazně napředovat. Začali se objevovat také nejrůznější služby na bázi informa-
čních systémů. Z pohledu architektury se objevili dostupné cloudové systémy, metody
decentralizace systémů. Decentralizace se dá chápat jako protiklad k tvorbě velkých mo-
nolitických systémů. Mnohé řešení jsou rozděleny na některé samostatně pracující celky,
které nesdílejí žádná data. Příkladem může být výrobní podnik, který má i samostatné
výrobní oddělení i obchodní oddělení. Každý takto ohraničený celek může používat vlastní
informační systém. V kontrastu s částkovými systémy se ale paradoxně stále prosazuje i
původní myšlenka, která se nadále drží tvorby jednolitých systémů - velké „backofficeÿ
systémy. které se snaží propojit co nejvíc služeb. Není přitom jasně vymezeno, jestli cílový
systém musí být malý (do 10 uživatelů) nebo velký (řádově stovky uživatelů). Pokud je
systém navržen správně, pak se jedná jen o otázku preferencí.
V závěru této části se dá shrnout, že vývoj na poli informačních technologií není
ukončen a i když se tyto systémy vyvinuli za 50 let do jisté úrovně dospělosti, diverzita
jejich působností je pořád velká a nachází stále nové a nové uplatnění, i když se vědní
disciplíny pořád liší v otázkách co ještě patři do informačních systémů a co už ne. Jako
doplnění uvádím tabulku pro přehled jednotlivých období vývoje.
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1. generace
70.léta
2. generace
80.léta
3.generace
1990
4. generace
1995
5. generace
po 2000
Způsob zpra-
covaní
dávkové
zpracovaní
zpracovaní v
dialogu
zpracovaní v
dialogu i v
dávce
možnost
volby zpra-
covaní
zpracovaní
prostřed-
nictvím
internetu
Přenositelnost spojení s
určitým
počítačem -
HW vazba
vazba na
určitý opera-
ční systém
přenositelnost
mezi operač-
ními systémy
- např. Unix,
OS400 atd.
třívrstvé
aplikace
(databáze,
vlastní
aplikace,
prezentace
uživateli)
integrace
aplikací SOA
Programové
prostředky
nižší pro-
gramovací
jazyky
vyšší pro-
gramovací
jazyky -
např. Cobol
relační da-
tabáze a
programo-
vací nástroje
SQL - např.
Oracle,
Informix
programovací
prostředí
Java a
objektové
databáze
prostředky
XML
Uživatelské
podmínky
neinteraktivní standardní
obrazovky
- textový
režim
volně konfi-
gurovatelné
uživatelské
obrazovky
- Windows,
Mac
Multimediální
aplikace, in-
ternetové
prostředí
a webové
stránky
přístup přes
mobilní
zařízení,
tendence ke
službám
Funkčnost plánovaní
především
materi-
álových
požadavků
materiálové
a kapacitní
plánování
a řízení
výrobních
zakázek
integrovaný
informační
systém řízení
podniku
dodavatelsko-
-odběratelské
řetězce
e-business,
CRM, BI,
PLM, APS
Tabulka 3.1: Vývoj v oblasti IS/ICT, inspirováno podle [4]
Současnost se může chápat jako 6. generace, která přinesla jiná architektonická řešení,
popularizace méně konvenčních databázových typů, pokročilejší monitoring, transparent-
nost. Objevují si mimo jiné cloudové řešení a pokračuje trend orientace na službu, co
z mnohých systémů děla samostatné části, které mohou být i veřejně přístupné. Pokra-
čuje osvojování architektury klient-server (resp. i frontend a backend - v poslední době
směrovány i ke konceptu dvou plně samostatných aplikací).
3.3. Typy informačních systémů
Z pohledu použití se dají najít kategorizace, které definují typy informačních systémů jako
například finanční informační systém, byznys informační systém, systém na řízení dodávky
atd. Z pohledu podnikových informačních systému se dají najít například následující typy:
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• Business Intelligence - BI
• Customer Relationship Management - CRM
• Supply Chain Management - SCM
• e-business, e-commerce, m-commerce
• Knowledge Management
• Enterprises Content Management - ECM
• Product Lifecycle Management - PLM
• digitální podnik (digital factory)
• Competitive Intelligence - CI
• jiné
Vzhledem na trend, který byl uveden v předchozí části, tj. servisně orientovaný systém,
neboli jenom servisně orientována architektura (SOA), se dá vyčlenit ještě i tento typ
dělení informačních systémů.
3.3.1. Podnikové informační systémy
Podnikové systémy jsou v našich končinách nejčastěji známe pod označením ERP (En-
terprise Resource Planning). ERP je považován za základ podnikového informačního sys-
tému. Na něj jsou často napojovány více specializované systémy ve formě modulů. Kvůli
volnosti vývoje toto ale není pravidlem a nakonec to vyplývá i ze samotné architektury
systému. Jak je z názvu jasné, je to systém pro plánovaní zdrojů, který je tedy značně
specifický pro podniky s výrobou nebo prodejem zboží (nebo i služeb). ERP stojí i za
názvem Enterprise, které předurčuje tyto systémy na komplexnější použití. V podnicích
zahrnují ERP systémy hlavně tyto činnosti, které souvisejí:
• se správou kmenových dat (všech položek, kusovníků, zákazníků atd)
• s dlouhodobým, střednědobým i krátkodobým plánováním zdrojů, které jsou potřeba
pro realizaci jiných aktivit
• s řízením realizace těchto aktivit v souvislosti s časovým managementem
• s predikcí, plánováním a sledováním nákladů na výrobu a služby
• s agregací dat pro finanční toky, účetnictví a zpětnou vazbu pro kontrolu
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3.3.2. Informační systém jako služba
Servisně orientována architektura je metoda vytváření a managementu systémů, pro které
platí:
• služby poskytují znovupoužitelnost funkcionalit přes dobře přemyšlené rozhraní
• je tu jasné oddělení mezi rozhraním služby a implementací služby
• SOA infrastruktura dovoluje objevování, kompozici a invokaci služeb
• protokoly jsou hlavně, ale ne povinně definovány jako výměna dokumentů na báze
sprav
Tyto body se spíš jako vyčerpávající definice mají chápat jako jistá doporučení. SOA
se jistou mírou liší od klasických systémů, někdy jde jen o služby, které napomáhají v
podnikových procesech a nezastřešují je kompletně. Má to ale jisté opodstatnění například
při firmách, které nic věcné neprodukují, nemají výrobu v právem smyslu. Může se jednat
o čistě softwarové společnosti, které pracují spíše s lidskými a virtuálními zdroji.
3.4. Byznys model a informační systém
Snaha o zavedení / inovace informačního systému za účelem podpořit podnikové cíle
za pomoci právě IS/ICT je důvod, který vyplývá již ze samotné podstaty informačních
systémů. Často v této rovině kolidují snahy designéru těchto systémů, jelikož se očekává
perfektní nasazení, které maximálně využije možnosti technologie pro nízké náklady na
systém, dlouhou životnost, která čerpá ze schopnosti systému přizpůsobit se potřebám
i růstu organizace. Úspěšná řešení jsou ale jenom ta, která dokážou pružně reagovat
na změny. Pokud se na použití informačního systému nahlíží právě ze strany podniku,
nesmí se opomenou tyto body: byznys strategie a potřeby zákazníka, model informačního
systému a byznys procesy. Pro zvládnutí těchto bodů se dají použit osvědčené nástroje,
například v případe modelování systému jsou k dispozici třeba UML diagramy. Ostatní
dva body vyžadují dokonalé pochopení vlastností podniku i jejího okolí. Z této strany
se dá uvažovat o implementaci na míru. Druhým opačným pohledem je právě nahlížení
z technické stránky, která si za cíl dává vytvoření informačního modelu. To jak dobře
se dá takový systém využít v konkrétním podniku závisí od návrhu. V tomto případě
se v praxi často používá koncept SOA, který vyústí v model, který dokáže podporovat
množinu služeb.
3.4.1. Podniková vs Informační strategie
Podniková strategie je základní soubor postupů, které určují kam a jak má společnost
směrovat. Určuje například jakým způsobem bude probíhat alokace prostředků, jakým
způsobem bude probíhat řízení podnikání. Z jejího základu se dále odvíjí business strate-
gie, nebo právě informační strategie.
Pomocí integrací informační strategie se vymezuje cíl informačního systému v prostředí
IS/ICT a to jak bude firma tyto cíle realizovat. Informační strategie má ze své podstaty
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silnou vazbu na strategické řízení podniku, z čeho vyplývá i vazba na podnikovou strategii.
Tato vazba je důležitá z pohledu faktu, že informační technologie a tedy i celé IS/ICT je
v moderní době klíčovou funkcionalitou v podniku. Informační strategie tedy zodpovídá
otázky, jakým způsobem bude IS/ICT podporovat aktivity podniku. Tato strategie dále
podporuje cyklus ve kterém se celá IT infrastruktura vyvíjí a taktéž hodnotí současný
stav. -
Metodika MMDIS
Metodika MMDIS je způsob jak definovat podnikové i informační strategie. Konceptuální
model, který je používán přináší do metodiky zobrazení, které udává, že na podniko-
vou strategie se musí nahlížet z více směrů (podoba šestibokého jehlanu). Každá ze stran
tohoto modelu představuje jeden pohled na podnikovou strategii a jelikož informační stra-
tegie je taktéž tvořena na jejím základu, představuje sama jednu dimenzi tohoto modelu
(např. [5] nebo [15]). Je vyvíjená od 90. let minulého století na VŠE a s stojí za slovním
spojením Multidimensional Management and Development of Information System. Její
primární cíle byli ve vývoji integrovaného IS podniku. Později se začala aplikovat jako
metodika zaměřena na komplexní řízení výkonu IS/ICT. Nepřímo si klade za cíl zvyšovat
úspěšnost ICT projektů. Na metodiku MMDIS by se mělo nahlížet ne jako na vyčerpá-
vající know-how, ale spíč jen jako koncept. Vychází totiž z předpokladu, že každý ICT
projekt je unikátní a vyžaduje specifický přístup ([5]).
Obrázek 3.1: Konceptuální model tvorby podnikové strategie, přebráno z [15])
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Pro účely této práce bude dáte podniková strategie vynechána. Pro potřeby bude sta-
čit fakt, že existuje a že se na ní v informační strategií dá odvolávat. Při tvoření strategie,
je jedno zda-li se jedná o podnikovou nebo informační, existují některé pevné body v po-
stupu. Jedná se o formulace strategie, realizaci strategie, vyhodnocení strategie a následně
návrh opatření na základě zjištěných výsledků. Poslední bod je navíc v rámci schémy pře-
pojen ještě na první bod, čím se vytváří cyklická závislost použitelná při neustálé inovaci
a zlepšování.
Metoda MMDIS podobně jako předchozí využívá základní schéma, podle které se
strategie (dokument) připravuje. Podle [15] se mezi hlavní části dá zařadit:
• Zdroje, cíle a východiska - cíle a charakteristika informační strategie, závěry z pod-
nikové strategie
• Odkud jdeme (výchozí stav) - trendy IS/ICT, dostupné informační zdroje a pro-
dukty, IS/ICT obchodních partnerů, konkurence, stav IS/ICT v podniku
• Kam jdeme (cílový stav) - vize a cíle IS/ICT, požadavky na IS/ICT, globální archi-
tektura IS/ICT, funkční a procesní, datová, technologická, softwarová, hardwarová
architektura, organizační a legislativní aspekty, pracovní, sociální a etické aspekty
v organizaci
• Jak transformovat stávající do cílového stavu? - principy řízení, vývoje a provozu
IS/ICT, specifikace projektů, harmonogram realizace IST, ekonomická analýza IST
Do jisté míry může tato práce plnit úlohu IST, nakolik zodpovídá mnohé z uvedených
bodů.
3.5. Tvorba informačního systému
Když se uvažuje o informačním systému jako o čistém softwarovém řešení, dá se předem
odhadnout, že podstatnou fází v životním cyklu bude právě vývoj, kterému také předchází
značná analýza, ať už se jedná o vývoj systému na zakázku, nebo o krabicový software. I
když může být informační systém reprezentován i mimo počítačové sféry, pro účely této
a dalších sekcí budu uvažovat o informačním systému jako o softwaru.
3.5.1. Architektura informačního systému
Informační systém ve firmě by měl poskytnout stabilitu při zpracovávaní rozličných údajů
potřebných pro podnikové procesy. Je proto přímo esenciální, aby celý systém byl co nej-
více odladěný a stabilní. Situace je od firmy k firmě jiná, každý potřebuje do jisté míry
specializované řešení. Co zůstává ale stejné, je že potenciál informačního systému z velké
části těží právě z architektury. Ta tvoří klíčový prvek při řízení informačního systému,
respektuje firemní strategii a její cíle.
V případe zanedbání architektury, nebo dokonce vypuštění procesu plánování archi-
tektury se po čase můžou objevit problémy ohrožující celý chod firmy a vyústí v tom
lepším případě ve výměně systému. Nedostatky se můžou projevit již od začátku užívaní
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například nepokrytím požadavků, chybějícími automatickými nástroji (manuální zachá-
zení s daty). Na nižší úrovni se může zanedbání architektury projevovat neefektivním
využíváním zdrojů s čím souvisejí i sekundární finanční nároky. S dobrou architekturou
celého systému se dá dále stavět a implementovat další rozšíření bez ohrožení projektu.
Podle [12] se dá architektura informačního systému dělit na tyto podskupiny:
• procesní - navržení vstupů, výstupů
• funkční - hierarchický rozklad požadovaných funkcí služeb IS
• datová - základ pro návrh datových entit, vazeb, atributů
• technologická - technologické řešení architektury, dělení dle režimu zpracování, uspořá-
daní a vrstev
• softwarová - může být lineární, hierarchická, síťová, vrstvená
• hardwarová - fyzické vybavení zabezpečující provoz systému, tvorba infrastruktury
Obrázek 3.2: Dělení architektur informačních systémů, přebráno z [12])
Z hlediska softwarového řešení se architektura globálně dá označit jako produkt fra-
meworku. Jedná se o vrstvenou strukturu, která indukuje jaký sytém se bude vyvíjet a jak
budou jednotlivé části komunikovat. Jedná se o základní otisk pro tvorbu větších i menších
projektů do kterého se vlastní funkcionalita doplňuje, přičemž celý vývoj usnadňuje, tím,
že není nutné řešit elementární vazby.
Jiný zdroj ([4]) uvádí členění architektury IS/IT jako
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• vrstva prostředí - ekonomické faktory, legislativa, normy,organizační struktury, lid-
ské zdroje. Obecněji jde o kulturní prostředí, sociální struktura společnosti, politická
stabilita
• vrstva aplikační - projekty, dokumentace jejich částí, specifikace na základě funkcí
a dat, pravidla z pohledu organizace, software
• vrstva technologická - hardwarové řešení, infrastruktura, síťově řešení, komponenty
IS/IT, základní softwareové komponenty, vazba a vnitřní struktura
Dílčí architektury pak zdroj uvádí již stejné jako v předchozím zdroji. Význam archi-
tektury se dá obecně zhrnout do bodů:
• vytváří relativně stabilní rámec, na který pak navazují ostatní komponenty IS/IT
• komunikační prostředek mezi vývojáři a vedením organizace, přispíva k správné or-
ganizaci vývoje, dodržování specifikací, minimalizuje duplicity a usnadňuje integraci
• otevřená architektura zajišťuje pružný vývoj, dokáže reagovat i na větší změny v
systému, využítí je pak poznat při rychlém vývoji IS/IT
• umožňuje od začátku zvažovat hlavní požadavky na systém a z nich odvíjet další
dílčí specifikace
• umožňuje následovat trendy ve vývoji, dovoluje využívat znovupoužitelnost z hoto-
vých produktů
• v konečném důsledku snižuje riziko a náklady s vývojem spojeny
Kapitola 5. Návrh řešení se zabývá právě technologickou částí architektury a dále
popisuje použití základní 3-vrstvé softwarové architektury.
3.6. Zavádění informačního systému
Mnoho organizací podceňuje přípravu při zavádění informačního systému a často bere
do úvahy jenom porovnání funkcionality se současným systémem, nebo méně hodnotné
informace jako cena. Nekvalitní a nesprávné určení dodavatele může vést k potížím v
brzkém, i v pozdějším stádiu nasazení. Není hlavním přínosem mít informační systém na
základě jenom struktury společnosti. Informační systém by měl podporovat strategické
cíle podniku. Bez strategických záměru, který zodpovídá všechny potřebné otázky může
být informační systém jen zbytečný finanční náklad ([25]).
Důležité je zmapovat všechny hlavní a vedlejší procesy, které probíhají ve firmě a určit
nedostatky. Pokud informační systém v nějaké formě již existuje, je skutečně nedostačující
a některé procesy nedokáže podporovat, případně brání v expanzi a rozšíření? Pokud nový
systém pouze nahrazuje starší, nedá se to označit jako efektivní investice. V některých
situacích společnosti vynovují starší systém s domněním, že to pomůže v produktivitě
práce, organizaci informací atp, přičemž problém muže být někde jinde.
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Stav techniky, hardware je taky důležitá proměnná při informačním systému. Pokud
má společnost k dispozici server (hostován mimo vlastní prostor, nebo interní), je důležité
zvážit, či výkonově postačuje. Při nedostatku informací se může zdát, že systém je neefek-
tivní protože je zastaralý a ve skutečnosti může jít jenom o nedostatečný výkon serveru.
Opačný pohled na hardware spočívá v požadavcích na nový informační systém. Oproti
staršímu může požadovat jiné komponenty (jiná databáze, softwarové knihovny atp) a
nesprávné zhodnocení stavu může znamenat další problém.
Pokud se společnost skutečně rozhodla pro zavedení nového informačního systému, je
také vhodné informovat zaměstnance a dále je vzdělávat. Pokud existuje sebevíc efektivní
systém ale neexistuje člověk, který by ho dokázal obsluhovat, nemá takovýto systém
vůbec opodstatnění. Pokud firma má vlastního IT specialistu, usnadní to mnoho aktivit
spojených s nasazením, v opačném případě je v řadě situací doporučeno využít externího
specialistu, například i ze strany dodavatelské IT firmy.
Obrázek 3.3: Konceptuální model IS/IT, přebráno z [15])
V rámci zavádění se obecně definují některé základní strategie3:
• souběžná strategie
• pilotní strategie
• postupná strategie
• nárazová strategie
3http://www.fi.muni.cz/ smid/mis-zivcyk.htm
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Zakončení těchto strategií dále pokračuje procesy používaní, testování, ostrého provozu
a údržby. V některých případech se postupně přidává i fáze doplnění, dalšího vývoje pro
uspokojení dalších požadavků na informační systém.
3.6.1. Získání informačního systému
Podobně jako i v jiných situacích se uvažuje o externím řešení a interním/vlastním řeše-
ním. Tuto otázku vedení firmy včetně detailů potřebuje mít předem zodpovězenou. Infor-
mační systém jako velký přínos do firmy by měl chápat jako dlouhodobá investice, která
bude podporovat procesy ve firmě. Když se požadavky a specifika pro informační systém
ujednotí, získaní informačního systému se děje obvykle na základe existující architektury
vně firmy.
S dnešním trhem informačních technologií, není nic neobvyklého v zabezpečení in-
formačního systému (nebo jiného softwaru - ten je ale většinou vytvářen interně) od jiné
firmy. Hlavní bod v případe externího zdroje tvoří přizpůsobování podle specifikací objed-
návatele, pro dodání koherentního systému pro architekturu firmy. Někdy má toto externí
obstarávaní podobu outsource/offshore ([3]). Při externím dodání se musí uvažovat i o
možnosti Cloud computingu, což je pojem relativně nový v komerční sféře. Tento koncept
zahrnuje služby, které by jinak byli součástí klasického informačního systému jako „služby
na žádostÿ. Tyto služby mohou být děleny jako infrastruktury pro existující aplikace, jako
platforma pro vytváření nových aplikací, nebo SAAS (software as service). Právě poslední
typ je v poslední době hojně využíván a podle posledních let bude tento trend pokračovat
([30] a [9]). Toto je ovlivněno hlavně nižšími provozními a investičními nároky, které v
případě menších firem můžou být dost zásadní.
3.7. Trendy ve vývoji informačních systémů
Podobně jako se vyvíjejí například operační systémy, i informační systémy uvnitř firmy
z času na čas přejdou jistou změnou. Můžou za to jak technické inovace, či už na straně
hardware, nebo software, nebo i jiné sociálně zaměřené faktory (vzájemné ovlivňování
spotřebitelů), případně zpětná vazba od uživatelů. Jeden hlavní trend, který se objevil
před pár lety je spojen s vývojem nových komunikačních kanálů - tablety, mobily, mo-
bilní internet. Tento kanál je již ve stavu pohodlného užívaní, i když se pořád objevují
nové možnosti, s kterými se dá v budoucnu počítat (další typy zařízení, podpora webové
konference - web Rtc technologie atp). Tento trend je podporován vysokou konektivitou
a všudypřítomným internetem. Má to ale za následek vznik nových otázek a problémů,
konkrétně je třeba zmínit kyberbezpečnost. Bezpečí interních údajů firmy je pořád stejně
důležité, objevilo se s tím ale i množství nových děr. Toto samozřejmě platí v případě, že
informační systém není plně oddělen od světa mimo společnosti.
Z pohledu architektury jsou informační systémy závislé od konkrétního použití. S jis-
totou říct, že trend ve vývoji je nenásledovat monolitickou architekturu je obtížné. Dá
se jenom spekulovat podle situace, která je zde několik let, tj. mnoho systému běží v
rámci webové služby, architektonicky je nemožné je modelovat jako monolitický systém,
navíc pokud mají podporu distribuovaných databází. Použití rozličných typů databází
18
3.8. RIZIKA ZAVÁDĚNÍ INFORMAČNÍHO SYSTÉMU
je také další trend, který může souviset s podporou/dopitem po tzv. Big Data zpraco-
vání. Konvenční databáze na obrovské množství dat nejsou uzpůsobeny, i když i tu se
dá argumentovat způsobem, co ještě jsou a co nejsou Big Data a dále jak moc jsou tyto
data vzájemně provázaný. Existují dále i jiné nestandardní databáze, které se paradoxně
začínají standardizovat. Jde o GIS databáze na prostorové data, databáze na podporu
grafických dat atp. Nutno poznamenat, že tyto databáze ale v reálné skupině podniko-
vých informačních systémů těžko najdou využití.
Další trendy, které jsou pořád, nebo byli nedávno prezentovány propagují další rozvoj
konektivity, tj. mobilita a mobilní aplikace, cloud computing, social business, internet of
things (IOT), zmiňované Big Data, automatizace procesů a akvizice dat, ale i virtualizace
nebo podpora umělé inteligence, která může mít velký přínos při rozhodování, konkrétně
například v expertních systémech. Opět ale musím poznamenat, že problematika běžných
informačních systémů je od této diskuze pořád vzdálená a její aplikace spíš vyvolává
podnět k otázce: měli by jsme to udělat, protože to dokážeme ([28])?
3.8. Rizika zavádění informačního systému
Inovace, nebo vytváření informačního systému je proces náročný, který pro firmu znamená
vyčlenění času a financí. Informační systémy a informační technologie mohou znamenat
pro společnost významnou pomůcku, jsou významnými faktory prostředí firmy, ale pozi-
tivní efekt nepřinášejí hned a automaticky ([33]). Mnoho softwarových produktů, zejména
tedy informatických končí neúspěchem a přináší svým investorům značné finanční ztráty.
Jelikož je nasazování IS/ICT projektu tak rizikové, je určitě v zájmu společnosti se za-
bývat o možná rizika ohrožující nasazení svého informačního systému a to i z pohledů
konkurence a rizik, kterým čelil. Voříšek ([33]) uvádí některé příčiny z kterých se dá do
budoucna poučit:
Chybně postavená globální strategie
Odráží fakt, že se nedá očekávat velký přínos od IS/ICT v případě chybně postavené
globální strategie a v jistým krajním případě (orientace na maximální podporu podnikové
strategie) dokonce přivést firmu k zániku. Společným znakem dlouhodobě úspěšných stra-
tegií je neustálé zvyšování užitkové hodnoty produkty nebo služby, které firma generuje
a to nabádá k neustálému rozvíjení podnikové strategie.
Nerespektování vlastnické a organizační změny v společnosti
Vlastnické a organizační změny při transformaci v společnosti, která jsou pro firmu pro-
blematické a rizikové z důvodu nevyjasněných vlastnických vztahů, destabilizace vnitřní
organizace atp, mohou vést k zásadním změnám požadavků na informační systém. To
spočívá ve změně základních cílů, funkcí, pravomocí, nebo zodpovědnosti. V případě od-
koupení společnosti do jiné nadnárodní, se může stát, že se nařídí změna informačního
systému, aby odpovídala procesům v nové společnosti po funkční i technologické stránce.
V takovém případě je vhodné inovaci informačního systému odložit na pozdější dobu, kdy
budou změny vyjasněné.
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Podcenění významu IS/ICT pro zajištění konkurenceschopnosti podniku
Podcenění vlivu informačního systému na podnikové řízení a pro pozici podniku na trhu
- vedení společnosti považuje výdaje do IS/ICT jako druhořadé. Opačná situace je pře-
ceňování vlivu IS/ICT, co je taktéž zodpovědné za větší finanční zatížení a čas. Optimální
řešení je někde v střede - vyvážené řešení.
Malá angažovanost při inovaci IS/ICT ze strany vedení
Tento bod navazuje na předešli, tj. nedoceňování vlivu IS/ICT. Může se stát, že vrcho-
lové vedení považuje inovaci informačního systému za triviální záležitost a aktivně se
na tomto procesu nepodílejí, například z důvodu přenechání zodpovědnosti specialistům
(vývojářům). Vrcholové vedení přitom nemusí mít velké znalosti co se informačních tech-
nologií týče, mělo by si ale uvědomovat jak může IS/ICT přispět k dosažení cílů společ-
nosti. Jeho úlohou je definovat požadované změny, vytvořit podmínky pro jejich dosažení
a změny v podniku prosadit.
Řízení IS/ICT delegováno na příliš nízkou úroveň podnikové hierarchie
Podobně jako předchozí bod, tento také může být projevem podcenění role informačního
systému. Při něm se může objevit situace, kdy je řízení IS/ICT delegováno na nižší úroveň
(i opakovaně). Díky tomuto počinu se nedá zabezpečit, aby informační systém podporo-
val hlavní cíle podniku, nýbrž bude podporovat cíle dílčí do omezené míry. Vývoj/inovace
bude taktéž na vedlejší koleji, nakolik informační systém nebude stěžejním projektem.
Pracovníci na delegované úrovni většinou nemají takový přehled o celopodnikovém dění.
V tomto případě zdroj uvádí dvě možnosti na základě předchozích zkušeností: řízení infor-
matiky je v kompetenci finančního ředitele nebo je na to vyčleněné specializované místo
ředitele informatiky. Praxe ve větších firmách se přiklání ke druhému řešení.
Řízení IS/ICT je odděleno od řízení organizačních záležitostí
Jedny z faktorů, které vplývají na provoz informačního systému jsou organizace podniku
a zodpovědnosti a pravomoci jednotlivých funkčních míst. Je proto chybou, když je řízení
IS/ICT odděleno od řízení organizačních záležitostí společnosti. Řídícímu pracovníkovi by
pak měl být podřízený organizační i informatický útvar.
BPR a (nebo) zavádění ISO 9000 není koordinováno s rozvojem IS/ICT
Aplikace reengineeringu podnikových procesů a normy ISO 9000 spolu úzce souvisejí a
jejich použití je někdy kontraproduktivní (práce navíc, modifikace dokumentů, školení
atp).
Zaměření IS/ICT primárně na partikulární zájmy útvarů a jejich operativní
úkoly
Pokud se IS/ICT buduje jako odpověď na požadavky jednotlivých útvarů ve společnosti,
pak s velkou pravděpodobností IS/ICT nebude plnit primární cíle společnosti. Jeden ex-
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trémní případ by byl informační systém, který by v nasazení fungoval pro všechny útvary,
ale šel by zároveň proti celopodnikovým zájmům.
Prvořadé zaměření projektu na dodávku IT
Souvisí se zaměřením informatického projektu na dodávku IT, nikoliv na dodávku stra-
tegické výhody (případně na dosažení lepších služeb pro zákazníka).
Povrchní specifikace požadavku na IS/ICT
Neúplná nebo chybná specifikace vede často k zakoupení nebo vytvoření funkčně neade-
kvátního řešení.
Budování IS/ICT bez jednotné koncepce
I přes definované cíle IS/ICT a požadavky na jednotlivé aplikace můžou být důsledky ne-
gativní, pokud chybí jednotná koncepce tvorby a rozvoje. Dají se definovat dva důsledky:
nekompatibilita a postupný rozpad integrace. Oba jsou dlouhodobě neudržitelné, přičemž
se objevuje ještě další navazující problém a to řešení dílčích úkolů samotnými uživateli,
které nese řadu rizik.
Málo pružná informační strategie a nepružný IS/ICT s nevhodnou architek-
turou
Pokud platí, že podniková strategie se musí neustále rozvíjet, bude rovnaký se muset
tomuto vývoju rovněž přispůsobovat i informační strategie. Pokud se má informační stra-
tegie neustále vyvýjet, bude potřeba, aby architektura v základu IS/ICT tyto změny
podporovala. Nepružná architektura začne v opačném případě brzdit celý vývoj a dále se
můžou projevovat funkční nedostatky, co dále ovlyvňuje nároky na údržbu a vývoj. .
Atomizovaná datová základna podniku
Znamená v zásadě jednotnou datovou základnu, při které se všechny data berou z jednoho
zdroje (databáze). V případě oddělené datové základny nastáva duplicita dat a prohlubují
se rizika problémů s konzistencí.
Neberou se do úvahy znalosti lidí a rozsah změn
Při navrhování a zavádění IS/ICT je třeba brát v úvahu lidský faktor, zejména zkušenosti
a znalosti pracovníků, V případě závádění, které způsobuje větší skok v celé infrastruktuře
a mění způsob práce zaměstnanců, může znamenat kritické problémy ohrožující úspěšnost
projektu.
Nedůsledné řízení projektu
Manažer projektu musí mít odpovídající znalosti ohledem požadavků, ohledem společnosti
a ohledem vývoje. Od toho se odvíjí i nutnost mít dostatečné pravomoci. Znalosti tohoto
pracovníka musí splňovat i manažérským potřebám - musí umět řídit lidi a koordinovat
21
3.8. RIZIKA ZAVÁDĚNÍ INFORMAČNÍHO SYSTÉMU
pracovníky na rozličné vrcholové úrovni. Toto implikuje, že manažér projektu nemůže být
někdo z vrcholového managementu, kdo nemá znalosti například informatické.
Snaha o realizaci přílíš rozsáhlých projektů
Rostoucí rozsah projektů znamená i potřebu umět se vypořádat s exponenciálně rostou-
cími nároky na řízení. Příliš rozsáhlé projekty jsou také náchylnější na zlé specifikování
požadavků a koordinace požadavků mezi útvary společnosti.
Chybné odhady časové a finanční náročnosti velkých projektů spolu s provoz-
ními nároky
Nutnost objektivního časového odhadu realizace projektu je potřebná , většinou však v
praxi tento plán málokdy vyjde. To souvisí také s finanční náročností. Provozní nároky
souvisejí s rychle se vyvíjejícími parametry hardwaru.
Podcenění oponentur a testování
Včasné testování dokáže odhalit většinu chyb, které by spíš či později způsobili větší
problémy v ostrém provozu. Podcenění vlivu testování má za následek další vývoj strávený
na opravování některých funkcí.
Nevhodný postup při výběru systémového integrátora a při tvorbě kontraktu
Dodávka IS/ICT je především dodávkou znalostí a nových metod práce a nahlížení na
tuto dodávku jinak je chybné. Z toho pak vyplývá i volba systémového integrátora.
Nedokonalá kooperace systémového integrátora se zákazníkem
Táto kooperace je vztah partnerský a kooperativní, v němž musejí obě strany na určitou
dobu vytvořit společný tým se společným cílem. Optimální je postupné předávání znalostí
při společném řešení konkrétních problémů zákazníka.
Nedostatečná příprava uživatelů, případně veřejnosti
Školení musí být ve společnosti chápáno jako nástroj prosazování nové podnikové kultury
a nástrojem získávání nové genetické informace podniku. Dobře řízený projekt počítá s
komplexem školení pro všechny typy budoucích uživatelů.
Rychlý vývoj IT
Měl by se řešit problém, zda se má použít starší, levnější, ale osvědčená technologie, nebo
se má použít nejnovější, která je sice většinou rychlejší ale i dražší a méně stabilní. Tato
otázka je jedna z mnohých, které si musí vedení položit. Vznikají z důvody rychlého vývoje
technologií.
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Vysoké nároky na tvůrce IS/ICT
Navazuje na předchozí bod, z kterého vyplývají i vyšší požadavky na kvalifikaci a zku-
šenosti tvůrců systémů. Pokud při nových technologiích je řešitelský tým bez schopných
kvalifikovaných pracovníků, může to celý projekt výrazně zpomalit, nebo i ohrozit. V
horší situaci jsou zejména menší podniky, kde často není místo na další kvalifikaci pro
pracovníky, který vlastní systém vytvořili.
Přecenění významu metodik a nástrojů tvorby IS/ICT
Přeceňování významu metodik a nástrojů vede ke zdůrazňování formální stránky řešení
oproti stránce obsahové. Přitom se často vytrácí vlastní invence a tvořivost.
Z jiného pohledu se dají definovat určité vzájemně závislé faktory, které ovlivňují
úspěšné zvládnutí softwareových projektů (například zde [11]), mezi které se řadí i infor-
mační systém.
• Cena
• Kvalita
• Rychlost (vývoje, nasazení)
• Risk
Tyto faktory není možné v praxi uspokojit všechny, v jistém bodu musí některé strá-
dat a většinou se dají úspěšně zvládnout pouze dva. Snaha o uspokojení všech faktorů
vytváří nereálné představy a ohrožuje tak celý projekt. Nejdůležitější z pohledu úspěšnosti
projektu jsou risk a kvalita.
3.9. Typy analytických modelů
3.9.1. PEST analýza
PEST je zkratka, která vyjadřuje akronym pro faktory politické, ekonomické, sociální
a technologické. Tato analýza může být použita jako samostatná analýza, nebo může
vhodně navazovat na jiné, například STEEP nebo SWOT, nebo Porterovu analýzu 5 sil.
Výsledkem je pak forma souhrnného přehledu. Existují modifikace, které přidávají další
řady faktorů, jako je PESTE, která navíc přídáva i složku ekologickou, nebo PESTLE
(někdy i PESTEL), která doplňuje analýzu ještě o faktory legální.
Politické faktory zahrnují vládní politiku, politickou stabilitu v domácím, nebo v za-
hraničním prostředí, zahraniční obchodní politiku, daňovou politiku, obchodní omezení
a jiné zákony jako třeba i zákony o zaměstnání. Ekonomické faktory mají znační dopad
na výkonu firmy, jak je zisková, jaký má ekonomický růst, s jakou inflací pracuje, s ja-
kými zdroji disponují konzumenti a další různé faktory. Ekonomické faktory je možno
dále specifikovat na makroekonomické a mikroekonomické. První pracují s managemen-
tem poptávky v celé ekonomii některé krajiny, kde se musí počítat s tím, že vláda používá
úrokovou míru, daňovou politiku, přičemž vynakládají vládní výdaje. Mikroekonomické
jsou na úrovni způsobů, jak lidé používají jejich příjmy. Má to veliký smysl, hlavně při
23
3.9. TYPY ANALYTICKÝCH MODELŮ
firmách, které fungují podle modelu Business to Customer (modle ve kterém je zákaz-
níkem i samotná firma). Sociální faktory souvisí s pohledem společnosti na organizaci.
V nedávné době rozmach sociálních medií (sítí) jen nahrává důležitosti těchto faktorů.
Sociální faktory jsou často závislé i od trendů ve společnosti, odrážejí tedy změny ve spo-
lečnosti, například životní styl, nakupovací zvyklosti, úroveň vzdělání, důraz na bezpečí,
náboženství, předsudky, přesvědčení a mimo jiné i sociální statusy. Technologické faktory
zhodnocují jakým způsobem dokáže firma dodat výslední produkt, případně službu. To
znamená uvážit technologické postupy, úroveň technického vybavení, životní cyklus pro-
dukčních procesů. Odrážejí generační posuny v technologiích. Legální faktory se zabývají
změnami v legislativě, které nějakým způsobem ovlivňují byznys prostředí. A nakonec en-
viromentální faktory zohledňují podmínky, které jsou přítomny v krajině působení. Může
se jednat o klimatické podmínky, nebo i celkové geografické působení. Tento typ faktorů
je typický při zemědělských podnicích.
3.9.2. SWOT analýza
Provádí se často právě po PEST analýze, která analyzovala základní faktory. SWOT ana-
lýza patří mezi ty jednodušší ale přitom často používané metody. Její výstupem jsou
podklady pro vhodnou strategii, kterou může podnik implementovat, případně jednodu-
ché zhodnocení silných a slabých stránek. Může odhalit, které faktory jsou opomíjené a
které je potřeba zlepšit. Při rozhodnutí o použití této analýzy se musí určit jen jedna
oblast působení, která bude zkoumána.
Swot ([8]) je skratka pro:
• S (Strengths) - silné stránky
• W (Weaknesses) - slabé stránky
• O (Opportunities) - příležitosti
• T (Threats) - hrozby
Obrázek 3.4: příklad SWOT analýzy - www.vlastnicesta.cz (upraveno na
www.mediaguru.cz)
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Proces SWOT analýzy spočívá v porovnávaní příležitostí a vnějších hrozeb (externí
prostředí firmy, které firma nedokáže dobře kontrolovat) s vnitřními slabýma a silnýma
stránkami (interní prostředí firmy, ve kterém se vytvářejí nebo snižují vnitřní hodnoty)
analyzovaného subjektu (firma, člověk, stát). To co dostaneme na výstupu je jakýsi vy-
važující faktor, který subjekt může uvést do rovnovážného stavu pro okolí.
Silné stránky jsou některé přednosti analyzovaného subjektu. Jsou přínosné při dosa-
hování svých cílů. Můžou odrážet skutečnosti, které získáme, když danou strategii nebo
přístup použijeme. Slabé stránky jsou pak opačně orientované a můžou ohrozit cíle člověka,
společnosti. Interpretovat se dají i jedním slovem - nevýhody. Příležitosti jsou podpůrné
faktory, které opět můžou zvenčí napomáhat k dosažení cílů. Příležitostí je obecně hodně,
hlavně co se týče zvolené organizace. Mnoho z nich ale nemusí být až tak závažných.
Opět naopak hrozby jsou vnější faktory, které můžou cíle ohrozit nebo určitým způsobem
narušit.
V závěru SWOT analýzy se dají navrhnout úpravy ve strategii, které zohledňují
zjištěné poznatky. Pokud firma odstraní svá ohrožení, cíleně řeší slabé stránky a dokáže
prosadit silné stránky, potom může efektivně využít své příležitosti. Řešení těchto úkolů
by se nemělo vynechávat, nebo měnit logické pořadí. Využití příležitostí před odstraněním
hrozeb je buď velice riskantní tah, nebo pouze nerozvážnost. Používá se konceptu mini-
malizace - maximalizace účinků / vlivů, co je vlastně cílem této analýzy - maximalizace
pozitivních faktorů na podnik a minimalizace negativních. Využívá se na to pomocná
matice, která je zjevná už i ze samotného charakteru faktorů, také známa z jiné varianty
analýzy - TOWS matice4.
Při SWOT analýze není výjimečné také oceňovaní jednotlivých položek z hlediska
důležitosti a vlivu. Některé faktory můžou mít v případe naplnění větší dopad než jiné.
Může jít například i o jednoduché označení preferencí. Vyhodnocení této SWOT analýzy
poukazuje na fakty, které jsou pro nasazení strategii přínosné, neboli naopak, problema-
tické. Pokračuje se vypracováním dílčích strategií směrem k maximalizaci užitku, neboli
naopak.
Obrázek 3.5: SWOT analýza a tvorba stratégií)
Tuto matici lze popsat i jinak - cílem analýzy je přizpůsobit jednotlivé faktory ostat-
ním. To vytvoří strategie označené jako min-min, min-max, max-min, max-max (zvyčejně
v anglických zdrojích se dá najít označení WT, WO, ST,SO respektive).
4Stejný princip, jiné pořadí
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3.9.3. VRIO
Model VRIO (neboli někdy i framework) byl vyvinut začátkem devadesátých let za účelem
poskytnout nástroj na analýzu interních zdrojů a schopnosti společnosti s cílem zjistit,
jestli tyto faktory můžou být zdrojem udržitelné konkurenční výhody. Jako doplnění k
SWOT analýze pracuje se 4 základními otázkami týkající se hodnoty zdroje a schopnosti
v odhalování příležitostí a ve zmírňování hrozeb. Vzácnost nebo unikátnost zdroje nebo
schopnosti přispívá k udržitelné konkurenční výhodě ([7]).
Rozlišujě dva typy zdrojů ([2]) - hmatatelné a nehmatatelné (nehmotné).
Hmatatelné zdroje
Jsou to zdroje fyzické, například stroje, počítače, pozemek. Představují lehce získatelné
zdroje, nakolik firma je může kdykoliv koupit. Nejsou proto většinou velkým zdrojem
konkurenční výhody. Můžou se rozdělit dále na:
• finanční - peníze ve firmě a ekvivalenty
• fyzické - kvalitní stroje, moderní výroba, dobrá lokalita
• technologické - obchodní tajemství, inovativní procesy, patenty, vlastnické práva
• organizační - efektivní plánovaní, skvělý odhad
Nehmatatelné zdroje
Nehmatatelné, neboli nehmotné zdroje jsou takové, s kterými se nedá fyzicky manipulovat.
Může jít o reputaci firmy, značku, duševní hodnotu. Typické pro tuto skupinu je, že
jednotlivé zdroje se nedají obstarat tak jednoduše jako zdroje z předchozí skupiny ale
zato nabízejí výhody postupné konkurenční výhody. Možné dělení:
• lidské - zkušenosti a schopnosti zaměstnanců, specifické know-how, znalosti procesů
ve firmě
• inovace a kreativita - technické a vědecké zručnosti, inovační schopnosti
• reputace - značka, reputace u zákazníků pro kvalitu a spolehlivost, reputace u do-
davatelů pro férovost a čestnost
Příklady otázek, které VRIO analýza používá pro identifikací zdrojů jsou:
• pro hodnotu - Umožňuje zdroj společnosti odhalit výhodu prostředí a/nebo odstra-
nit hrozbu prostředí?
• pro unikátnost - Je zdroj dosažitelný pro malou skupinu konkurenčních firem? Může
být zdroj lehce obstarán jinou firmou?
• pro napodobitelnost - Mohou jiné firmy lehce duplikovat zdroj?
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• pro organizaci - Jsou v společnosti přítomny praktiky pro podporu zajišťování hod-
notných, unikátních a těžko napodobitelných zdrojů?
Tyto otázky jsou jen příkladem, podobně se dají vytvořit i jiné, které jsou pro danou
situaci vhodnější.
3.9.4. McKinsey 7s model
Model může být aplikován na téměř každou organizační, nebo tímovou záležitost (spe-
cificky interní oblast byznysu). Pokud některá složka v společnosti nefunguje, existuje
šance, že je nekorektní vazba při některé složce, kterou tento model definuje. Když se tyto
vazby odhalí, dá se pracovat na úpravě prvků, které se pospíší při sdílených hodnotách.
Model provádí dekompozici organizace na 7 složek: skupina, strategie, schopnosti, styl,
struktura, systémy a sdílené hodnoty, které všechny ostatní složky spojují.
Obrázek 3.6: Schéma 7s modelu, zdroj: vlastní)
Z nich jsou vytvořené dvě skupiny podobně jako při VRIO analýze, zde jsou nazvány
jako těžké a měkké.
Těžké Měkké
strategie sdílené hodnoty
struktura schopnosti
systémy styl
skupina
Tabulka 3.2: Analyzování lokality z pohledu konkurenční výhody
Analyzováním těchto elementů (oblastí, faktorů) se dají odhalit vzájemné mezery a
nekonzistence. Postup se od jednoho zdrojů k druhému mírně liší ale v základu se dá
postup nastínit následovně:
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• Identifikovat těžké elementy. Jakým způsobem na sebe vzájemně působí, které ob-
lasti se musí změnit a jak?
• Identifikovat měkké elementy. Podporují těžké elementy a jak vzájemně působí mezi
sebou? Které oblasti je třeba změnit?
• Po změnách a aplikaci těchto změn ve firmě je potřeba analýzu opakovat a nadále
vazby kontrolovat.
V jistých případech se uvádí i aplikování na více scénářů nebo období pro vybranou
firmu, například před změnou, v průběhu změny, po změně ([17]).
3.9.5. Porterův model
Model je založen na analyzování 5 základních sil, které nejvíc ovlivňují prostření vybrané
firmy v kontextu konkurence.
• Soupeření mezi společnostmi v daném odvětví
• Riziko vstupu nové konkurence
• Vyjednávací síla kupujícího
• Vyjednávací síla dodavatelů
• Hrozba substituce
Obrázek 3.7: Porterův model, převzato z [10])
28
3.9. TYPY ANALYTICKÝCH MODELŮ
Je ale uplatnitelný i na samotný informační systém firmy, resp. pohled na úspěš-
nost firmy z pohledu informačního systému. Podle Portera jsou technologie informačních
systémů především všudypřítomné v hodnotovém řetězci, protože každá hodnota akti-
vity vytváří nebo využívá informace. Rozšíření technologie informačních systémů nabízejí
možnosti revoluce v zadávání veřejných zakázek tím, že mění mnohé postupy, jako objed-
návky, nebo usnadnění dodavatelských vazeb. Technologie ovlivňuje konkurenční výhodu
ak má značnou roli při určování relativních nákladů anebo diferenciace. Změna technologie
hodnotové aktivity nebo změna produktu způsobem, který ovlivňuje hodnotovou aktivitu,
může ovlivnit hnací motor cen nebo unikátnost v této aktivitě [27]. Jinak řečeno udává, že
informační systémy hrají důležitou roli v mnoha aktivitách v organizaci. Taktéž udává, že
i různé kancelářské nebo administrativní metody (technologie) mají důležitou roli i když
často zanedbávány nebo zahrnuty pod zastřešující termín informačních systémů.
Obrázek 3.8: Porterův model, převzato z [26]
Důležitost informačních systémů v této době je zcela jasná i pro člověka neznalého.
To co umožňuje nahlížet na tuto analýzu z pohledu informačních systémů je právě fakt,
že informační systémy jsou často kritickou komponentou, která přímo ovlivňuje dění ve
firmě a umožňuje podporovat konkurenční strategie, ke kterým se dřívě uvedené základní
síly dokážou asociovat. Při Porterovém modelu se tedy dá využít obchodní hodnotový
řetězec na identifikování oblastí, kde informační systémy vystupují v každé části modelu
a podporují dílčí strategie. Může být použit na získání strategické výhody na průmyslové
úrovni spolupráce s ostatními společnostmi při vytvoření standard pro výměnu informací
pro celé odvětví, které nutí všechny účastníky používat vytvořený standard, co posiluje
efektivitu a mimo jiné může pomáhat k tomu, aby se dali obtížněji najít substituty k
produktům. Pokud firma má jisté znalosti, jejich sdílením mezi jednotlivé firemní části se
podpoří způsobilost.
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3.9.6. HOS 8
Rozděluje faktory popisující informační systém společnosti na několik základních typu,
které jsou konceptuálně odlišné, ale jistým způsobem spolu interagují. Jedná se o:
• hardware - fyzické vybavení ve vztahu k jeho spolehlivosti, bezpečnosti, použitelnosti
se softwarem
• software - zahrnuje zkoumání programového vybavení, jeho funkcí, snadnosti pou-
žívání a ovládání.
• orgware - zahrnuje pravidla pro provoz informačních systémů, doporučené pracovní
postupy. Pojem Orgware v sobě zpravidla zahrnuje organizační strukturu a přede-
vším pravidla pro výkon jednotlivých činností.
• peopleware - zahrnuje zkoumaní uživatelů informačních systémů ve vztahu k rozvoji
jejich schopností, k jejich podpoře při užívání informačních systémů a vnímání jejich
důležitosti. Metoda HOS 8 si neklade za cíl hodnotit odborné kvality uživatelů či
míru jejich schopností.
• dataware - zkoumá data uložena a používána v informačním systému ve vztahu ke
jejich dostupnosti, správě a bezpečnosti. Metoda HOS 8 si neklade za cíl hodnotit
množství dat uložených v informačním systému či jejich přesnost, ale to, jakým
způsobem mohou být uživateli využívána a jakým způsobem jsou spravována.
• customers - zkoumá, co má informační systém zákazníkům poskytovat a jak je tato
oblast řízena. Vymezení zákazníků: závisí na vymezení zkoumaného informačního
systému. Mohou to být zákazníci v obchodním pojetí nebo vnitropodnikoví zákazníci
používající výstupy ze zkoumaného informačního systému. Tato oblast si neklade
za cíl zkoumat spokojenost zákazníků se stavem IS, ale způsob řízení této oblasti
v podniku (tím prohlášením však není zpochybněn význam zkoumání spokojenosti
zákazníků).
• supplier - zkoumá, co informační systém vyžaduje od dodavatelů a jak je tato ob-
last řízena. Vymezení dodavatelů: závisí na vymezení zkoumaného informačního
systému. Dodavateli mohou být dodavatelé v obchodním pojetí nebo vnitropodni-
koví dodavatelé služeb, výrobků a informací, které s těmito výkony souvisí. Tato
oblast si neklade za cíl zkoumat spokojenost zkoumaného podniku s existujícími
dodavateli, ale způsob řízení informačního systému vzhledem k dodavatelům.
• management - zkoumá řízení informačních systémů ve vztahu k informační strategii,
důslednosti uplatňování stanovených pravidel a vnímání koncových uživatelů infor-
mačního systému. Metoda HOS 8 si neklade za cíl zkoumat v této oblasti znalosti
managementu IS.
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HOS analýza silně závisí od schopností a znalostí autora analýzy, jelikož se silňe apli-
kuje subjektivní vnímaní předmětu analýzy. Nemá za cíl komplexně analyzovat systém
do hloubky, sledovat proudění dat, volání procesů a rutin, přesto je nutno mít alespoň
základní přehled o fungování. Nakolik závisí hodné od schopnosti autora analýzy reálně
popsat systém, je vhodné tuto analýzu provádět na vzorcích zaměstnanců - čím více, tím
lépe.
Ve výsledku se dá určit jestli jsou všechny komponenty analýzy ve vzájemné rovno-
váze, jestli některá komponenta příliš neselhává a tím nebrzdí celý systém. Pokud jsou
všechny komponenty na rovnaké úrovni, indikuje to vyvážený systém, i když není zaru-
čeno, že bude i ideální. V opačném případě existující nevyváženost znamená neefektivitu
celého systému. Po případném identifikování slabé komponenty (komponent) se tato dá
dále označit pro vylepšení nebo záměnu, například i s konkrétním návrhem.
HOS8 analýza je více složitější analýza oproti obdobě HOS3 a zároveň je základem
pro HOS2009, která tuto rozšiřuje o poznatky získané například zpětnou vazbou.
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4. Analýza problému
4.1. Cílová společnost
Pro identifikaci se v této práci uvádí skutečná firma, která bude dále označena pod názvem
„Abcÿ. Jedná se o malou firmu o 3-4 zaměstnancích a 2 externími, která se zabývá vývo-
jem systémů na zakázku a vlastními projekty. Firma existuje od roku 2013 jako společnost
s jednou osobou - konatelem. Od roku 2014 se „přeneslaÿ do Brna, kde začala nabírat
menší množství pracovníků. V roku 2015 si upevnila postavení na trhu, přestěhovala se
do jiných prostor a specializovala se na úzkou skupinu projektů, z kterých velká většina
je vlastní. Firma nemá svůj informační systém jako takový. Veškeré písemnosti a doklady
jsou vedeny v papírové podobě, případně ve formě elektronických dokumentů, tzn. formát
Excel, nebo Word a pdf. Do budoucna silně plánuje rozšiřovat skupinu zaměstnanců, co
by negativní dopady absence informačního systému ještě prohloubilo.
Autor práce je jedním z těchto prvních pracovníků a ví proto popsat jednotlivé pro-
cesy, které v společnosti fungují a jak. Společnost je malá, proto není dělena na vrcholový
management, nebo jiná oddělení. Pracovníci spolu s konatelem pracují na projektech spo-
lečně a tvoří tím jeden tým, který má společné hodnoty.
Firma se nezajímá výrobou, nemá žádné prostory mimo kanceláře. Nedá se proto uva-
žovat o informačních systémech pro výrobní podniky. Taktéž vzhledem na počet zaměst-
nanců není potřeba uvažovat o velkém systému pro větší korporace. Hypotetický výběr
existujících řešení se proto dá značně omezit. Do výběru se mimo komerčně laděných
produktů dá uvažovat taktéž otevřený software, neboli svobodný (mimo menší rozdíly
hlavně v oblastí licencí se dá uvažovat o tom samém typu) a jelikož se firma zabývá také
vývojem software, dá se uvažovat i o možnosti vyvinout informační systém z vlastních
zdrojů. Okrajovou možností je použít souhrn dostupných nástrojů, které jsou většinou
zadarmo, a vytvořit souhrn systémů, které budou informační systém zastávat.
4.2. Alternativní porovnání
Jako referenci pro porovnání zde uvádím i některé typy řešení, které jsou přítomny u
podobně laděných firem, tj. firem, které se živí informatickými produkty, nevyrábí proto
nic hmotného. Porovnání s firmami výrobními, například s družstvem má mnohem menší
smysl, nakolik mnohé oddělení, které jsou přítomny v této družstevní firmě nemůžou najít
uplatnění ve vybrané firmě. Z důvodu utajení jmen jsem zvolil krycí označení v podobě
písmen. Všechny uvedené příklady zastávají reálné firmy, které působí výlučně (nebo tak-
též i) v Brně.
Firma A je na trhu oproti ostatním krátce, její historie není delší než 3 roky. Zaměst-
nává úzkou skupinu vzájemně podobných mladých lidí, kteří jsou zaměřeny na design
nebo i klasický vývoj. Hlavním zaměřením jsou komerčně laděné mobilní aplikace, na
větší systémy se nespecializuje. Jako jistý druh informačního systému využívá internetové
služby Asana, která je předem určena pro kolaboraci v týmu. Jako nástroj, který je na
scéně již několik let si získal komunitu ve free oblasti, a také v placené. V současnosti
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je jedním z předních řešení na projektový management a CRM. Její hlavní výhodou je
snadné ovládání a přehled o veškerých úlohách, na kterých firma pracovala, pracuje, nebo
se chystá pracovat. Firma využívá ještě jiné nástroje, které jsou podobně jako Asana vy-
užívány v neplacené verzi.
Firma B existuje na trhu přes desetiletí a s nadsázkou se může řadit mezi multinárodní.
Konkrétně pobočka takové firmy, která byla předmětem analýzy má nejedno oddělení a
dá se domnívat, že vzhledem na počet dílčích systémů, které využívá jedno oddělení, jsou
ve firmě přítomny řádově desítky systémů. Některé takové systémy jsou Redmine, Mantis,
Slack a jiné. Jsou to systémy na vzájemnou kolaboraci, plánování, komunikaci a reporting.
Většinou jsou pořád v neplacené verzi. Toto oddělení má ještě jiné systémy, které jsou ale
před běžnými pracovníky skryté a jsou určeny pro účetnictví, fakturaci, nebo výkazy.
Firma C je oproti předešlým zaměřena výhradně na hardware. Softwareové produkty,
které vyvíjí jsou jenom pro účely hardwaru, jako ovládače a podpůrné programy. Tato
firma se v poslední době rozhodla expandovat i do zahraničí a proto pár svých postupů
v poslední době změnila, hlavně co se týče reportingu a managementu projektů a na to
navazující systém pro time management. Mezi systémy, které aktivně využívá, se dají
řadit Trac, Redmine a komerčně laděný CRM systém.
Detaily uváděných firem stejně jako jména jsou utajena. Dá se spekulovat i o jiných
systémech, které ve společnostech běží, například mzdové systémy, nebo jiné interní sys-
témy limitované pouze pro záležitosti ve vedení. Tento Krátký přehled byl určen výlučně
pro ilustrativní příklad některých nástrojů, z kterých se dá i v cílové organizaci vycházet.
Je vidět, že obecné informační systémy zde nejsou příliš využívány. O důvodech se může
spekulovat, ale především jde o firmy zaměřené na informatickou činnost, které si nástroje
pro podporování firemních cílů umí zabezpečit samy. Není zde potřeba pro klasický infor-
mační systém třídy ERP (Enterprise Resource Planning), kde se aktivně pracuje mimo
jiné i s dodávkami zboží, nákupem, prodejem atd, které zmiňované společnosti nemají
jak využít. Mimo druhou firmu jsou navíc menší a management nebo personalistika je
na velice omezené míře, pokud vůbec. Pro příklad uvádím produkt od firmy OKsystem,
které se prezentuje řešením pro docházku, personalistiku, mzdy, stravování, správa čipo-
vých karet, sestavy a přehledy. I když tyto bloky nemají moc společného s procesy typu
nákup, prodej, nebo dodávky a uplatnění tohoto systému se určitě najde, v menší firmě
jako je ta cílová poskytne nízký poměr užitečnosti k výdajům.
4.2.1. Opis dosavadního řěšení
Organizace vzhledem na to, že se vším zahrnuje jen kolem pěti osob, si nepotrpí na pří-
lišnou redundanci informací. To se týče téměř všech oblastí chodu firmy, od interních
zpráv, až po výkazy a plánovaní projektů. Jelikož je lidí ve firmě poméně, většinou každý
zaměstnanec zodpovídá za svůj projekt, nebo část projektu. Mimo dodržování deadlinů
se žádný pokročilý time-project management neuvažoval. Plánovaní zdrojů nebo výkazy
jsou v tomto směru kompletně vypuštěny, k čemu přispívá volná pracovní dobra s cílem
dodržovat specifikaci a deadliny projektů.
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Využití interního systémů zpráv a emailů je ale málo efektivní a často se potřebné in-
formace ztrácí v kontextu. Doplňující informace,které potřebují strukturu jsou hostovány
na cloudových úložištích, jako je například Google Docs. Tato struktura časem začala
ztrácet hierarchii a místy bylo potřebné přeorganizovat data.
Z hlediska infrastruktury jsou vstupy a výstupy dílčích systémů nejednotné, nekonzis-
tentní a nemají společné rozhraní. V základu běží na jiných serverech, co v jistém smyslu
způsobuje redundanci údajů, ale také zpřehledňuje rozložení, které není centralizované.
Jelikož jsou fyzické stroje, které tyto subsystémy hostují, mimo dosah společnosti, nemá
smysl se zabývat detaily, parametry, mimo bezpečnost a dostupnost, které jsou v této
době brány jako samozřejmost. Je v zájmu vlastnících společností, aby byl hardware v co
nejlepším stavu a aby byli služby dostupné v co nejširším časovém úseku. Na toto téma
se dá ale konstatovat, že cílovou organizaci toto řešení finančně nezatěžuje.
Do vybavení zde řadím přímo názvy služeb/provozujících společností, jmenovitě:
• Webovou emailovou službu se všemi náležitostmi
• Hostingové software (jistou formou předávají informace a umožňují firmě plnit své
aktivity)
• Komunikační nástroj pro výměnu správ, dat, limitovaný kolaborační nástroj
• Balík nástrojů Google Docs (kolaborace, sdílení informací, dat),
• Záznamy v papírové podobě
Všechny tyto položky, mimo hostingů, jsou volně dostupné, i když pro komerční pou-
žití v případě komunikačního nástroje značně limitované. Výhodou tohoto řešení může do
jisté míry být bezpečnost, která je provozujícími stranami zaručena (ne však garantována
- opět mimo hostingu).
V závěru se dá konstatovat, že i když je infrastruktura organizace méně efektivní, je v
komunitě považována za jistý standard, který organizaci finančně téměř vůbec nezatěžuje
a pořád přispívá k cílům společnosti. Další bližší analýza je vypracována v části Analýza
současného systému metodou HOS8.
4.3. Interní a externí faktory firmy
4.3.1. Interní faktory
Označují postavení firmy, podíl na trhu, vlastnosti produktů. Pro analýzu jsem zvolil
tradiční SWOT analýzu (interní i externí faktory) a 7s analýzu modelu McKinsey.
SWOT analýza
V otázkách vybrané firmy, i pro jednoduchý přehled faktorů, které na ní působí, je SWOT
analýza vhodným nástrojem, v závěru kterého bude k dispozici poznatek, který určí kte-
rým vlastnostem se společnost má věnovat, na jaké příležitosti má být připravena a kte-
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rým hrozbám se má vyhnout, připadne na které hrozby se má soustředit aby byla hrozba
minimalizována.
To dále implikuje, že pokud není plánováno učinit žádné další kroky k odstranění
problému, není nutno analýzu vůbec provádět. Jako i u jiné reálné firmy to možné není.
Jako menší firma, která se specializuje na vývoj počítačových (resp. mobilních) systémů,
bude mít i body SWOT analýzy týkající se hlavně lidských zdrojů, od kterých je firma
prakticky závislá. Taktéž se dá očekávat oblast technologie, případně znalosti technologie,
která je pro vývoj obzvlášť důležitá.
Pro výslední silné stránky můžu specifikovat:
• flexibilita
• zkušenosti programátorů
• ochota zaměstnanců učit se nové věci
• rychlost uspokojení klientských změn
• silná pozice ve své kategorii
• reference
Mezi slabé stránky můžu s předstihem označit fakt, že společnost není zatím finan-
cována z cizích zdrojů (investoři), co výrazně brzdí její postup ve své strategii. Ostatní
nevýhody nejsou tak zřejmé, ale taktéž jako většina silných stránek souvisí s lidskou si-
lou. Ta je z velké části omezena právě jinými činnostmi, například souběžným studiem.
Z jiného pohledu je to právě nedostatek času věnovat se dalším projektům skrze správu
starších, co místy výrazně ubírá na pracovním čase.
• financování
• nedostatek lidské síly
• propagace, marketing
• další zaměstnanci
Příležistostí je v oboru mnoho, některé jsou navzájem propojené:
• financování
• odstranění zlých návyků ve firmě
• ušetření zdrojů
• zajištění trvalých klientů
• renomé firmy
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• propagace, marketing
• další zaměstnanci
Mezi hrozby můžu zařadit klasické konkurenční hrozby a hrozby technického charak-
teru.
• zranitelnost pověsti firmy
• únik informací
• přechod zaměstnanců ke konkurenci
• jiné neočekávané situace komplikující chod firmy
Strategie vycházející ze SWOT analýzy
Min-Min (WT) Minimalizace hrozby a efektu slabých stránek pomáhá odstránit sla-
bosti firmy od základů. To v současnosti představuje minimální financování. Z hlediska
životního cyklu je firma ve fázi vzniku, resp. růstu, pokud uvažujeme zvažujeme kontrast
mezi vlastními a zákaznickými projekty. Předpokládá se tedy existence tržní příležitosti a
růst projektů. Ve smyslu BCG matice jsou tyto projekty v kvadrantu otázníků. Pro fázi
vniku je charakteristické vysoké investiční cash-flow a nízké provozní cash-flow. Právě na
financování investic je potřeba sehnat vhodné externí financování, resp. adekvátní vnitřní
zdroje financování. Prakticky celé financování převedené z vnitřních zdrojů je automa-
ticky přeinvestováno, ale pro plné využití firmou to nestačí, protože se naráží navazující
problém - nedostatek pracovníků. Dá se uvažovat o financování přes soukromý kapitál,
obchodních andělů, bankovní úvěr, venture kapitál, přijetí společníka. To co by do jisté
úrovně pomohlo i při financování (hledání vhodného investora) je spravování funkčního
marketingu, který v této chvíli silně strádá. Firma má za sebou byznys program v jiné
organizaci pro podporu začínajících projektů, k čemu se váže i mírná popularizace, ale ve
výsledku to je jenom základ.
Pokud uvažujeme pohled na hrozby, prakticky všem uvedeným dokáže pomoci inte-
grace schopnějšího informačního systému do infrastruktury firmy. Souvisí s bezpečností
při hrozbě úniků informací, tak i dílčími hrozbami zapříčiněnými neočekávanými hroz-
bami. Přechod zaměstnanců ke konkurenci informační systém v reálné úrovni moc neřeší,
ale usnadňuje každodenní činnost. Je ale nepravděpodobné, že by měl větší dopad na-
příklad při odchodu zaměstnance za vyšším platem (naopak, toto dokáže vyřešit zdroj
financování).
Min-Max (WO) Organizace může najít nové možnosti financování, které zpětně
ovlivní slabé stránky. Naopak, slabé stránky ze základu brání pozitivnímu efektu, který
investoři hledají. Investoři hledají jistotu a nižší riziko, při kterém by dokázali poskyt-
nout prostředky. Nižší riziko dále sníží podíl, který bude investor žádat. Nižší riziko firma
dosáhne využitím prakticky každé uvedené příležitosti. Pokud firma dokáže udržet pro-
minentní klienty, bude to pro investora signalizovat určité stabilnější postavení na trhu.
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Pokud se projekty firmy dostanou do jiných medií, ať už jde o blogy, nebo investiční
zprávy, bude to rovněž znamenat lepši pozici na investičním trhu. Mimo jiné se na riziku
může pozitivně projevit i osvojení dobrých návyků, převzatých odjinud (například osvo-
jení jíních agilních metod při vývoji, které by mohli zefektivnit práci).
Max-Min (ST) Pokud se firma dostane do situace, která by způsobila reálný odchod
zaměstnanců, mělo by to obrovský dopad na silné stránky podniku, které prakticky v
mnohém čerpají právě ze zaměstnanců, kteří mají množství zkušenosti a jsou při práci
sehraní. Na existující reference to dopad mít nebude, ale i ta může polevit. Pro kultivaci
silných stránek i v budoucnosti je důležité hlavně udržet stávající zaměstnance. Vedení
by rovněž mělo inovovat informační systém z důvodů, které byli načrtnuty v strategii
min-min, tj. pro zamezení úniku informací a jiných neočekávaných komplikacím.
Max-Max (SO) Nakonec strategie na podporu maximalizace pozitivních faktorů,
která taktéž velice ztrácí v otázce financování, efektivním informačním systému, a da-
lšímu rozvíjení znalostí zaměstnanců. To co může firma ještě vylepšit je v každém případě
zajištění dalších projektů. To vylepši celkovou referenci firmy, přímo nabídne další interní
zdroje financování (hlavně pokud půjde o zákaznické projekty). Jelikož se firma jednou
nohou nachází ve fázi vzniku, určitě jí ale více prospěje dokončení stávajících projektů, je-
jichž úspěšné vypuštění by znamenalo (v případě reálného úspěchu, nejen z předpokladů)
prohloubení efektu silných stránek a posun firmy do další fáze - fáze stabilizace.
V závěru této analýzy můžu zvýraznit důležitost financování jako i vylepšení in-
frastruktury - tj. použití nového informačního systému, jako zásadní podmínky pro růst.
VRIO
Jako navazující analýza po SWOT analýze se v rámci doplnění používá právě VRIO
analýza. Podle frameworku VRIO se musí identifikovat důležité zdroje, které po aplikovaní
postupu z třetí kapitoly vyvodí závěr. Pro začátek jsem identifikoval tři zdroje, které se
dají použít, doufám, bez nadsázky:
• prostředí umístění kanceláře - v době psaní této práce je to půl roku co se společnost
přestěhovala do prostorů Jihomoravského inovačního centra. Nabízené zázemí na
této úrovni nemá konkurenci.
• mladý tým, zatím neomezován většími závazkami - zaměstnanci jsou studenti, které
nezatěžuje rodina, nebo jiné pracovní povinnosti mimo této společnosti
• know-how v specifických projektech - vlastní řešené projekty jsou ve svém oboru
značně unikátní ale taktéž velice rozsáhlé a je potřeba externí spolupráce na úspěšné
dotažení do konce. Know-how ale pořád zůstává a může se případně přesunout i do
jiných projektů.
Zhodnocení
Pro tuto analýzu jsem si vybral tři podle mne nejzávažnější kandidáty na konkurenční
výhodu. Lokalita umístění firmy (kanceláře) a vlastní know-how vyšli nejlépe a podle fra-
meworku vykazují možnost udržitelné konkurenční výhody. Druhá možnost, tedy analýza
37
4.3. INTERNÍ A EXTERNÍ FAKTORY FIRMY
Lokalita
Hodnotné Vzácné Drahé napodobit Dokáže toho firma využít?
ano ano ano ano
Výsledek: Udržatelná konkurenční výhoda
Tabulka 4.1: Analyzování lokality z pohledu konkurenční výhody
Tým
Hodnotné Vzácné Drahé napodobit Dokáže toho firma využít?
ano ne
Výsledek: Rovnost konkurenční výhody
Tabulka 4.2: Analyzování týmu z pohledu konkurenční výhody
Know-how
Hodnotné Vzácné Drahé napodobit Dokáže toho firma využít?
ano ano ano ano
Výsledek: Udržatelná konkurenční výhoda
Tabulka 4.3: Analyzování know-how z pohledu konkurenční výhody
týmu nebyla hodnocena nejlépe. Nebyla hodnocena jako vzácná z důvodu existence know-
-how i u jiných konkurenčních firem. Pokud by jsem na vzácnost tohoto týmu nahlížel
jako na opravdu unikátní vlastnosti, které se jinde nevyskytují, prošel by tento faktor až
na poslední otázku, kterou by jsem pravděpodobně zodpověděl negativně. Nezvolil jsem
tuto možnost, protože podle stejné logiky by byl každý jeden tým i u konkurence unikátní
a tedy i vzácný (každý pracovník je jiný, vytváří se tak téměř vždy unikátní tým), co je
možná do jisté míry pravda. Také by to ale asi implikovalo i skutečnost, že při opravdu
unikátních týmech, které by byli všude, už nepůjde o jasnou konkurenční výhodu, pokud
by ji měla každá jedna firma.
Nicméně, byli identifikovány dva zdroje udržitelné konkurenční výhody, kterých by se
firma mohla v budoucnu držet a snažit se je co nejdéle a nejlépe využívat.
Model McKinsey 7s
V rámci tohoto modelu se obyčejně zodpovídá několik typu otázek, které souvisejí s fir-
mou, nebo obecně s předmětem analýzy.
Jsou to otázky pro každou složku modelu, konkrétně pro strategii je potřeba zodpo-
vědět co je naší strategií, jak plánujeme dosáhnout naše cíle, jak řešíme konkurenční tlak,
jak řešíme změny v poptávkách klientů, jak je strategie přizpůsobena svému okolí. Zde
začnu s tzv. těžkými elementy.
Pro strategii je potřeba zodpovědět:
• Co je naší strategií?
• Jak plánujeme dosáhnout naše cíle?
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• Jak řešíme konkurenční tlak?
• Jak řešíme změny v poptávkách klientů?
• Jak je strategie přizpůsobena svému okolí?
Strategií ve firmě je systematicky proniknout do oblastí, ve které se snaží podnikat
a nabízet produkty, které úzká skupina lidí bude využívat. Strategie je úzko spojena s
byznys modelem a je dostatečně dynamická aby dokázala se při případném neúspěchu
nedostala firma do potíží. Podle předchozí analýzy, Hlavně trhu, se dá říci, že konkurence
není největším problémem. Produkty jsou ale silně závislé na zpětné vazbě od klientů,
jelikož jsou hlavní projekty (i aktuálně zákazové) závislé od potřeb konkrétních klientů.
Současně to pomáhá zlepšit renomé firmy.
V rámci struktury jsou to:
• Jak je rozdělena firma?
• Jaká hierarchie se používá?
• Jak jednotlivá oddělení koordinují své aktivity?
• Jak se členové týmu organizují?
• Jsou zvolena rozhodnutí centralizována nebo decentralizována a je to tak optimálně?
• Jaké jsou možnosti komunikace?
Podle popisu zvolené firmy se dá určit, že má reálně kolem 5 zaměstnanců, včetně
managementu a jednatele v jedné osobě. Je to tedy malá firma, která má jediné oddělení
a tedy i tím. Úlohy v týmu jsou předem určeny, proto s menši nadsázkou se dá říci, že
každý člen dokáže reprezentovat vlastní tím, který má vlastní úkoly a aktivity. Takovéto
týmy jsou soběstační a mimo hlavních rozhodnutí v managementu jsou decentralizována.
Pro potřeby aktuálního osazenstva firmy je toto řešení dostatečně optimální. Komunikace
v týmu je další část, která nemusí být příliš řešena, jelikož zaměstnanci komunikují přímo,
emailem, nebo interním chatem.
Pro systémy systémy jsem identifikoval:
• Které jsou hlavní systémy, které podporují a pohání byznys?
• Které hlavní ovládací prvky jsou přítomny v společnosti a jak je s nimi asociována
zpětná vazba?
• Které organizační metody dokáže společnost ke svému prospěchu využít?
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Firma z hlediska organizačního má i přes nevýhodu menšího týmu naopak výhodu
lehké koordinace. Alokace lidských zdrojů je proto značně jednoduchá a odpadá tak nut-
nost mít složité metody pro využití lidských zdrojů. Co rozhodně patří do této skupiny
je odměňovací strategie, která je ovlivňována úspěchem obchodu. Pokud se firmě daří,
odzrcadlí se to i na platech zaměstnanců, co jen dále podporuje motivaci. Pro úspěšnost
projektů, co je hlavní cíl společnosti, jsou ve firmě implicitní pravidla pro dělení úkolů a
zodpovědnosti. Pokud si některý dílčí úkol vyžaduje nasazení více lidí, je možné je z méně
důležitých úkolů přeřadit. Vytváří se tak dynamický tým, který také zpětnou vazbou
na vedoucího dokáže měnit zásadní rozhodnutí při projektech. Existence funkční zpětné
vazby, která dokáže měnit prvotní rozhodnutí může podporovat i nepřímé schopnosti, jako
samostatnost při vytváření rozhodnutí a tvořivost.
Pro Styl:
• Jak se zapájí management / vedení firmy?
• Jak efektivní je vedení?
• Jsou členové týmu spíš soutěživí nebo kooperativní?
• Mají týmy skutečné funkce ve firmě nebo jsou to jen „nominálníÿ týmy?
Management firmy nebo vedení, je přímo zapojeno do všech pracovních aktivit ve
firmě. To značné zjednodušuje koordinaci i komunikaci při projektech. Jak bylo zmíněno
v předchozí části sdílených hodnot, členové týmu jsou hodně podobní, co zase nahrává i
faktu, že je zde zdravá soutěživost a nápomocnost. Vzhledem k nízkému počtu zaměst-
nanců jsou tito členové implicitně brány jako zaměstnanci, který zastávají skutečné funkce
ve firmě.
Skupina:
• Jaké pozice nebo specializace jsou přítomny v týmu?
• Které pozice potřebují být obsazeny?
• Jsou nejaké mezery v požadovaných kompetencích?
V týmu absentuje zaměstnanec na úrovni HR (human resources), ekonom, obchodník.
Vzhledem k malému počtu zaměstnanců a externí spolupráci pro vyřizování ekonomic-
kých náležitostí, firma tím netrpí. Prakticky jediná esenciální pozice ve firmě je zastávána
každým zaměstnancem a to jsou tedy vývojáři. Při rozšíření firmy budou určitě některé
pozice strádat a bude se muset investovat čas i náklady do podpůrných pozic, jako ma-
nagement nebo obchod, případně PR (public relations).
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Schopnosti:
• Jaké jsou nejsilnější schopnosti ve firmě?
• Jsou ve firmě nějaké shodnostní mezery?
• Jak jsou schopnosti týmu oceňovány?
• Mají aktuálně členové týmu / firmy schopnosti na to, aby zvládali práci?
• Jak jsou schopnosti sledovány a zabezpečeny?
Schopnosti ve firmě se dají definovat na úrovni akademického vzdělání nebo zkušeností,
případně soft skills. Na úrovni zkušeností jsou schopnosti firmy nejsilnější, na úrovni soft
skills jsou schopnosti slabší, ale nijak kriticky. Management má s vedením lidí řadu zku-
šeností, proto tento faktor také není problematický. Na základě charakteru firmy a její
historie, nejsou v porovnání s jinými stabilnějšími firmami schopnosti oceňovány nejlépe.
Tento způsob je závislý na společných hodnotách zaměstnanců ale taktéž to přináší riziko,
kterým je rozpad týmu z hlediska migrace do jiné firmy. I vedení i zaměstnanci si tento
faktor uvědomují.
Sdílené hodnoty jsou to:
• Které jsou hlavní hodnoty podniku?
• Jaké je vzdělání týmu?
• Jaké silné jsou vzájemné hodnoty?
• Jaké jsou hlavní hodnoty, na kterých byl podnik / tím vybudován?
Podnik jako mladá firma se snaží upevňovat své jméno v oblasti ve které působí. Hod-
noty podniku jsou proto v této době nejasné, ale snaží se přizpůsobit klientům. Vzdělání
týmu je i přes převážně probíhající studium několikaleté ve své oblasti. Podobná skupina
lidí ve firmě přímo podporuje i vzájemné hodnoty, díky kterým může fungovat i v začí-
nající pozici na trhu.
Vyhodnocení 7s analýzy
Tento model jsem si vybral z důvodů, že se dokáže zaměřit na interní faktory v společnosti
a je také možné ho použít na menší firmy a pro mnohé situace ([17]). Pro zodpovězení
této analýzy použiji následující otázky:
• Pro pochopení aktuálního stavu - kde se aktuální stav společnosti nachází?
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• Pro odhadnutí budoucího stavu - kde se společnost snaží dostat?
• Jaké bude porovnání 7s modelu pro aktuální stav s 7s modelem pro budoucí stav?
Jako změnu stavu pro účely této práce se dá označit integrace informačního systému.
Aktuální stav je popsán výše a všechny oblasti podle tohoto modelu jsou v jedné linii
(v tandemu) a propojeny se společnými hodnotami, kromě oblasti skupiny. To je dáno
tím, že skupina postrádá kvalifikované zaměstnance, pro doplnění týmu, případně pro vy-
tvoření týmu dalšího. Podmínkou pro vylepšení této oblasti je mít dostatečné finance na
plat dalších zaměstnanců a vytvoření pozic, které jsou pro aktuální strukturu nedostupné.
Struktura by se s dalším rozšiřováním skupiny musela transformovat. V souvislosti s ob-
lastí systému to naznačuje těžší podporu procesů, bez vhodného informačního systému.
Analýza současného stavu poukazuje tedy na potřebu mít efektivní informační systém
jako jednu z podmínek pro další fungování firmy. Následující proces 7s analýzy pracuje s
dalším přizpůsobováním oblastí a zpětnou kontrolou, které už nejsou součástí této práce,
nakolik jde o časově náročný proces a vyžaduje si přímé aktivity ze strany vedení společ-
nosti.
Doplnění jako analýza budoucího stavu definuji jako období po nasazení informačního
systému a zároveň období ve kterém se firma rozšířila a případně se rozvětvila do více
odvětví (oddělení struktury pro tvorbu produktů softwarových i hardwarových, klientské
zakázky, vlastní systémy vyplývající i z jedních cílů společnosti). Cílem je zjistit jak se
faktory 7s modelů ve vztazích k sobě změnili a jestli se dá najít spojitost s informačním
systémem, který společnost v tomto zamýšleném období už používá.
Údaje v tabulce jsou odhadem, nedá se předpovědět přesný výstup. Analýza je proto
vyhotovena jen se subjektivním pohledem na aktuální situaci a odhadem, který by fak-
tory mohli následovat. Faktory strategie, systémů, stylu a sdílených hodnot zůstali v linií.
Tento odhad je podložen silnou iniciativou pro zachování společných hodnot. Oblast sys-
témů považuji pro tuto předpověď za úspěšnou (v linií), pokud se proces integrace vyhne
naplnění hrozeb, které s tímto procesem souvisejí. Očekává se pružnost systémů, který
bude reagovat na změnu procesů, které nastanou mezi současným stavem a předpovědí.
Pokud toto systémy nesplní, bude to znamenat zařazení mimo linií.
To co můžu označit za nejvíc kritické jsou faktory struktury, skupiny a schopností.
Dáno expanzí a rozvětvením do divizí je situace kolem struktury a schopností vést tuto
strukturu nejasná a potenciálně nebezpečná z hlediska vedení. Ohrožení skupiny je bráno
jako výsledek bočního faktu rozšiřování, tj. zvětšování počtu zaměstnanců. Otázka hledání
kvalifikovaných zaměstnanců je těžká i pro jiné firmy a potýkají se s ní někdy i neúspěšně.
Jako technologická firma bude tato cílová vyžadovat taktéž znalosti v oblasti, ve které se
podniká. I když se najdou schopní pracovníci pro jednu oblast, mohou selhávat v oblasti
jiné, která bude vybočovat ze standardu, který by byl jinak v společnosti běžný. K tomuto
se přidává i otázka motivace.
Z těchto faktorů jako nejvíc ohroženou oblast označuji právě skupinu, která se dá
relativně nejlépe odhadnout. Dále oblast struktury, která bude muset být značně změněna
v porovnání s aktuální situací a odhad může být jen příliš povrchní na to, aby skutečně
odpověděl předpovědi.
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Strategie přeřazení v jiných divizích,
stabilizování existujících
projektů
v linií
Struktura organizace řízená s ohledem
na
jistou hierarchii, neujas-
něná struktura
mimo linií
Systémy širší podpora pro vnitro-
podnikové procesy,
důraz na docházku, plnění
úkolů, větší důraz na
plnění plánů atp
v linií
Styl demokratický styl v linií
Skupina Z různého prostředí, malá
šance na
společné hodnoty
mimo linií
Schopnosti Zkušenosti potřebné hlavně
pro plnění
úkolů ve vývoji, malé
schopnosti z hlediska ma-
nagementu
a vedení větší skupiny
mimo linií
Sdílené hodnoty Důraznost na inovaci a kva-
litu
v linií
Tabulka 4.4: 7s faktory pro plánované období
4.3.2. Externí faktory
Mezi externí faktory se dají zařadit všechny, které působí na organizaci zvenčí. V podni-
cích se jedná o trhy, stakeholdeři, konkurence, příležitosti a celé makroprostředí, ve kterém
figurují faktory obecné, oborové, demografické, přírodní atp. Jde ale taky o záměry vlast-
níků nebo legislativu.
Dají se rozlišit jako obecné prostředí a oborové. Pro obecné prostředí jsem použil
PEST analýzu (s variantami) a pro oborové prostředí jsem vybral Porterovu analýzu. Ta
je použita v kontextu informačního systému a je vypracována v sekci níže.
PEST analýza
Vzhledem k tomu, že sledovaná firma nijak přímo nepůsobí na ekologické prostředí, můžou
se různé modifikace této této analýzy, které vyšetřují ekologický faktor zcela vyloučit a
ponechat jen původní PEST analýzu. Z možných variant jsem ponechal ve výběru i legální
faktory, tzn. oproti původnímu modelu PEST se jedná o variantu SLEPT.
Zvážil jsem tyto faktory:
Politické faktory:
43
4.3. INTERNÍ A EXTERNÍ FAKTORY FIRMY
• Změna legislativy
• Změnu v modelu startup programu
• Podmínky pro podnikání
Ekonomické faktory:
• daňové zatížení
• sponzorování
• bankovní úvěry
• ekonomická situace ve světě
• situace na burze
• cena pronajímaných služeb
• konkurenční příležitosti
Sociální faktory:
• marketing
• záujem zaměstnanců (i potenciálních)
• stárnutí zaměstnanců
• rúst zaměstnanců
• vytváření kontaktů
Technologické faktory:
• vývoj technologií pro vývoj
• změna technické infrastruktury
• vývoj nástrojů pro užití konkurencí
Z pohledu legálních faktorů jsem identifikoval tyto zásadnější:
• licenční komplikace
• bezpečnost produktů a dat
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V případe doplnění o E - ekologické faktory, by jsem mohl uvést alespoň ekologickou
katastrofu, která by mohla způsobit například stěhování do jiných prostorů, nebo v horším
případe kompletní zrušení činnosti Jedná se ale o krajní případ analýzy a proto tento
faktor vynechávám. Firma jinak nepůsobí na prostředí, nebo je na něj přímo závislá.
4.4. Analýza prostředí pro informační systém
4.4.1. Porterův model v kontextu informačního systému
Pro uplatnění Porterova modelu pro informační systém se musí dbát na všechny otázky
v očekávání, jak muže informační systém výsledky ovlivnit, jak může pomoct.
Soupeření mezi společnostmi v daném odvětví
Aktuálně nemá společnost konkurenty, kteří by nabízeli podobný produkt, jako ten, který
sama vyvíjí. Existuje ale konkurence, která figuruje v oblasti blízké, ale nemá produkt,
který by znamenal výrazný problém. To se může změnit a citelně projevit po vstupu
nové konkurence, která může donutit sledovanou firmu k aplikaci jiné byznys strategie a
k využití agresivnějšího přístupu. Pokud na tento faktor nahlížíme z pohledu informač-
ního systému a na to, jak může pomoci, dá se říci, že firma může vylepšit postavení na
trhu lepši podporou pro klienty, tj. oblast, kterou současný informační systém nesplňuje,
resp. splňuje ve výrazně omezené podobě. Týká se to například reportingu, evidence žá-
dostí, postřehů, objednávek. I když veškerá komunikace se stávajícími klienty probíhá
skrze emailovou korespondenci, dá se tato vylepšit lepším tříděním atp. To nabídne lepší,
rychlejší odezvu a lepši organizaci v čase.
Potenciální nový konkurenti
Strategické dohody mezi vybranou a jinými společnostmi do jisté míry fungují, ale nakolik
je podobných dohod na tomto trhu hodně, nedá se to považovat na značnou výhodu v
prostředí. Dohody, které existují jsou formální a neformální. Formální jsou uzavřeny se
společnostmi, které dokážou posunout některé zakázky za nějakou protislužbu. Neformální
dohody fungují jako prostředek pro sdílení znalostí. Realizace informačního systému v této
části bude moci přidat evidenci posunutých zakázek a možnost sdílet znalosti. Oproti
novým konkurencím má vybraná společnost výhodu zaběhnutých procesů, ale jak to bývá
v případě IT firem a startupů, je hrozba vstupu nové konkurenta vysoká.
Riziko substituce
Riziko je v oblasti specializované mladé firmy velké. I když firma má klienty čisto ze zakáz-
kové činnosti, plánuje jich mít míň, až kompletně vypustit ve prospěch vlastních projektů,
které do jisté míry už teď tvoří velkou část portfolia a jsou silně závislé na absenci konku-
rence. V případe příchodu jiné konkurenční firmy, která bude nabízet podobné produkty,
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bude těžší vlastní produkty protlačit, a to i když budou kvalitnější, nebo budou mít více
funkcí. Riziko je umocněno ještě tým, že mnohé produkty jsou ve fáze vývoje a nejsou
k aktuálnímu datu schopné plně vstoupit na trh. Informační systém v tomto může hrát
taky podobnou roli jako v předcházejícím případě. Na rozdíl ale od produktů výrobních,
kde můžeme použít informační systém například pro lepší propagaci, směr dat pro lepší
analýzu zpětné vazby.
Vyjednávací síle dodavatelů
Jako firma, která mimo služeb nepotřebuje pro svou činnost žádné jiné dodavatele (nevy-
rábí se hmotné produkty), je vyjednávací síla dodavatelů jako faktor výrazně omezený. Ze
služeb vybírám služby hostingu, které jsou nepostrádatelné. Dodavatelů této služby je už
jen v České republice několik desítek, ze kterých se dá 15 považovat za firmy ve vedoucím
postavení (při cz doménách).
Obrázek 4.1: Graf lídrů v oblasti webhostingu ke dni 16.01.2016 ([31])
Vybraná společnost nadále bude odbírat služby poskytovatelů webhostingu ale má i
jiné možnosti pro hosting a to nejen webů (pronájem dedikovaných serverů v Německu).
Vyjednávací síla dodavatelů hostingů se tedy rozděluje do více sfér.
Vyjednávací síla odběratelů
Pokud se mluví o možnostech odběratelů v rámci zakázkových produktů, je vyjednávací
síla odběratelů vysoká, díky specifikaci požadavků a existenci konkurence. V případě uni-
kátních zakázek, které těží ze znalostí, které cílová společnost má, je tato síla menší,
protože existence konkurence je značně omezena. Informační systém v této části dokáže
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nabídnout například realizaci CRM (1) systému, reportovacího systému. Vytvoření zna-
lostní báze, ze které mohou tyto zákazníci čerpat je taktéž nápomocná.
Vyhodnocení analýze dle Porterova modelu
Jako model, který se zaujímá o strategickou výhodu ([26]) a který je navíc zaměřen na
kontext informačního systému je určitě dobrá reference pro rozhodování o aplikaci inovace
informačního systému. Tato analýza je značně omezena při aktuálním použití ve vybrané
firmě díky malému množství existujících procesů, které potřebují být podporovány z po-
hledu informačního systému, při porovnání s firmou, která potřebuje například klasický
ERP systém. Vypadává tak vyjednávací síla dodavatelů, nakolik v této době není potřeba
tuto oblast Porterova modelu uvažovat, natož pak podporu prostřednictvím informačního
systému. Riziko substituce se dá chápat jako substituce k produktům nebo službám, které
analyzovaná společnost nabízí, nebo podle [10] jako substituce dodavatelů - nepřímí doda-
vatelé. Dále se tento faktor chápe jen jako první možnost. Informační systém tuto oblast
může posílit jen z hlediska vylepšení služeb, co vyústí k lepším referencím a jménu firmy.
Pokud se služba dá interpretovat jako vytvoření webového portálu, pak výběr dodavatele
z pohledu klienta, je silně vázán právě na reference.
Faktory, které jsou možné informačním systémem aktivně podporovat, jsou vyjedná-
vací síla odběratelů a do jisté míry oblast potenciální nový konkurenti. První z těchto
faktorů z hlediska informační systému se týče CRM funkcionality, díky které je možné
řešit mnohé problémy a to přispívá ke spokojenosti klientů. Druhý z těchto faktorů může
v praxi těžit právě ze spolupráce více firem, které se navzájem podporují buď posunutím
zakázek nebo znalostmi. Pokud se objeví nová firma, která takovéto možnosti nemá, je
automaticky v horší pozici na trhu i díky tomuto faktoru. Pro oba z těchto faktorů se
dá integrovat například znalostní báze, které obsahuje znalosti, které dokážou využít i
klienti, i partnerské firmy.
Informační systém ve své podstatě dokáže podporovat konkurenční výhodu a to i ve
vybrané společnosti.
1Customer Relationship Management system
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4.4.2. Analýza současného systému metodou HOS8
Použil se nástroj podle zdroje [18]. Vstupy této analýzy byli dodány se subjektivním
názorem na použitý systém. Na základě faktu, že analýza HOS8 je velice citlivá na sub-
jektivní rozdíly, byla současně provedena na základě odpovědí třech osob ve firmě, dvou
zaměstnancích a vedoucího.
Oblast Hodnota Popis
Hardware 3 spíše dobrá úroveň
Software 2 spíše špatná úroveň
Orgware 2 spíše špatná úroveň
Peopleware 3 spíše dobrá úroveň
Dataware 3 spíše dobrá úroveň
Zákazníci 2 spíše špatná úroveň
Dodavatelé 2 spíše špatná úroveň
Management IS 3 spíše dobrá úroveň
Celková úroveň informač-
ního systému
2 spíše špatná úroveň
Celková úroveň tohoto systému je nastavena nejslabším článkem. Tím je právě hod-
nota 2 (spíše špatná úroveň). Podle hodnot se dá taktéž určit, že systém není vyvážen,
jelikož je střední hodnota na rozmezí hodnot 2 a 3 a navíc ani k jedné neinklinuje. Podle
toho, že není vyvážen automaticky platí, že nemá ani optimální poměr nákladů k přínosů
informačního systému. Pokud by se vstupy vhodným způsobem obměnili, co by způsobilo
posun některého hodnocení do jiné (do 2 nebo 3), platila by podmínka o přibližně stejných
úrovních. S tímto by se dal systém prohlásit za vyvážený s optimálním poměrem nákladů
k přínosu.
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Obrázek 4.2: Výsledek HOS8 analýzy podle [18])
Doporučený stav podle analýzy je na hodnotě 3, co podle vstupu bylo určeno na zá-
klade faktu, že firma může fungovat, i když s výraznými problémy. Tato úroveň je na
druhém grafu vyznačena červenou čárou i s výslednou hodnotou systému na úrovni 2 -
nejslabší článek (spíše špatný). Výsledek s takovým výsledkem poukazuje i na otázku,
jestli má informační smysl pro firmu smysl. Může za to do jisté míry i vstup, který něk-
teré hodnoty ignoroval, nakolik nejsou v současném stavu využívány a ani neposkytují
vhodné výsledky. Jedná se především o práci s klienty, která chybí. Doporučená úroveň je
minimální, není nutno zůstávat na této hodnotě, právě naopak. Společnost by měla vyvi-
nout úsilí pro vylepšení informačního systému specificky v oblastech software, orgware a
zaměřit se na podporu pro do dodavatelů a zákazníků (vzhledem k charakteristice firmy
oblast dodavatelů není potřebná, dá se ale chápat jako podpora outsourcovaní).
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Obrázek 4.3: Doporučená podoba podle podle [18])
Zhodnocení
V rámci analýzy metodou HOS8 se dospělo k relativně podobným výsledkům od zaměst-
nanců společnosti. Tak jako by se od stávajícího systému očekávalo, je navržen naivním
výběrem dostupných nástrojů, které si jako hlavní cíl brali právě dosažení vyšší výkon-
nosti v týmu, přičemž se zanedbávali části mezilidské, a to zejména komunikace s klienty.
Na druhou stranu se firma nevěnuje příliš mnohým projektům iniciovaných právě klienty
a komunikace relativně obstojně funguje přes jiné externí komunikační prostředky jako
telefony, videokonference a jiné.
Z této analýzy konkretně zaostávají části Software, Orgware, Zákazníci a Dodava-
telé za relativně silnými Hardware, Management IS, Peopleware a Dataware. Důsledek
relativního poklesu části Software pravděpodobně má zdroj v nesouladu mnoha služeb,
které jsou do infrastruktury informačního systému zahrnuty. V běžných situacích se může
dostavit nekonzistence a v extrémnějších i náznak chaosu. Nízká hodnota hodnocení Or-
gware čerpá ze zaostávajících pravidel, pokud ne z absence pravidel. Vybraná společnost
je mladá a za ten čas si nestihla vybudovat interní, nebo i externí pravidla (směrem ven)
proto se dá pouze konstatovat očekávaný výsledek.
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Části Zákazníci a Dodavatelé sdílejí podobnou hodnotu díky podobnému charakteru
vztahu k společnosti, který může být hlavně odrazem chybějícího postu PR a obdobami.
Vše se řeší oficiální cestou prostřednictvím vedoucího společnosti a při technických dota-
zech a reportech jen výjimečně cestou přímo od klienta k programátorovi.
Analýza dále označila spodní skutečnou úroveň informačního systému, který se při-
způsobil podle spodních hodnot. Pro vhodnou inovaci a vylepšení se doporučuje zvednou
úroveň zaostávajících částí, co by mělo při stejném průběhu analýzy posunou skutečnou
hodnotu výš. Po dosažení tohoto cíle se záměr informačního systému dá posunout dál, ale
ovšem už s většími obtížemi, kdy se bude muset zvednout každá jedna oblast podle této
analýzy. Bezhlavé zvyšování bude podle standardu analýzy HOS8 jenom dále neúměrně
zvyšovat cenu (jednorázovou, opakovanou) v poměru k získanému užitku.
Na uvážení zůstává otázka, jestli by tato analýza měla adekvátnější výsledky v případě
klasické výrobní firmy než společnost zaměřena z velké většiny na informační produkty a
to hlavně vlastní.
4.5. Vlastní funkční požadavky na systém
Základní požadavky na výsledný systém jsou mimo jiné známy předem i bez doplňující
analýzy. Tento informační systém by měl mít modulovou strukturu pro další rozšiřování,
umět perzistentně ukládat data a poskytovat co možná nejvíce user-friendly rozhraní (in-
terface), které by dokázali používat i méně počítačově znalí uživatelé. Jelikož se jedná o
vývojářskou firmu, znamená to, že se počítá s uživateli, kteří nemusejí být přímo z firmy.
Může jít o klienty, externisty.
Systém, který má firma akceptovat by měl být schopen plnit základní úlohy podniko-
vého informačního systému. Měl by nabídnout bezpečnou cestu pro ukládaní dat všeho
druhu. Nejedná se jen o data textová, může jít i o data binární, grafické podklady, ar-
chivy, videa, stejně i analytická data, která jsou jistým způsobem agregována, například
v rámci benchmarkingu. Jak bylo uvedeno v popisu organizace, bude preferovat systém,
který činnosti firmy reprezentuje na poli uživatelského ovládání a technologicky moder-
ních řešeních. Doplňkový argument k těmto požadavkům je mimo jiné i celkové zrychlení
systému oproti systému, který toto nepodporuje.
Z pohledu technologie se předpokládá použití v rámci internetového prohlížeče, tj.
webové rozhraní. Desktopová aplikace není potřebná a může jít i o problém, protože
zaměstnanci mají i více pracovních stanic, z kterých se do informačního systému bu-
dou připojovat. Požadavky na programátorské provedení nejsou známy, očekává se ale
aplikace, která bude schopna pracovat při konkurenčním využívání zdrojů dat, bude do-
statečně agilní, aby umožňovala rozšíření a aby nebyla náchylná k chybám. To spočívá v
dostatečné ochraně dat (kryptování) a kontrole přidělování prostředků (práva).
Rozšiřitelnost a škálovatelnost je další velice důležitý faktor. Pokud firma uvažuje o
zvětšení týmu, musí být systém schopen pracovat s daty na úrovni abstrakce pro každého
uživatele, i budoucího. Může se jednat o jiné typy zaměstnanců, nikoliv jen o vývojáře,
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ale také může jít o klienty, nebo zaměstnance klientské společnosti. Z velké části rozšířitel-
nost těží právě ze zvolené architektury. Není proto samozřejmě možné mít systém, který
bude vytvořen procedurálním stylem, který ve větším projektu vytváří nepříjemně složité
struktury těžké na úpravu. Je také v zájmu společnosti, aby informační systém nebyl
záležitostí pár měsíců ale aby se dokázal vyvíjet společně s firmou. V opačném případě
by to způsobilo další finanční výdaje a úsilí.
Rozšířitelnost a přibíraní uživatelů i mimo vlastní firmy nastiňuje další velký poža-
davek a tím jsou uživatelské role a práva. Je zcela reálné, že v jistém momentu přijde
do systému několik legitimních klientů, neboli jejich zaměstnanci. Systém bude muset
umět tyto uživatelé podle parametrů přiřadit k jisté Skupině uživatelů a tím jim umožnit
přistup do povolených sekcí, možnost úpravy nějakých dat, přidávaní dat. Interakce se
systémem by tedy měla být hlídána právě komponentou na kontrolu práv. Tyto práva by
měli být namapovány jak na konkrétní typ dat, tak i na druh operace, která se nad nimi
může některá osoba vykonávat. Rozdíl mezi nahlídnutím a smazáním nějakého údaje je
zcela podstatný. Například pokud je v znalostní bázi některá položka, ke které může klient
přistupovat, dá se očekávat, že nebude žádoucí, aby tuto položku mohl klient měnit, nebo
mazat. Podpora práv tedy vyžaduje schopné rozhraní a některou zodpovědnou entitu,
která bude moct práva přidělovat. Podobný koncept se dá uplatnit i v jiných systémech,
přičemž dostal název Access Control List (ACL). Je znám i z operačních systémů jako je
Unix, i když zde by měl fungovat poněkud jinak, víc specificky.
Obrázek 4.4: Využití ACL v CRM systému Microsoft Dynamics
ACL představuje základní základní kámen bezpečnosti v mnoha systémech. Jelikož
bývá napojen i na přihlašovací rutinu, tj. autentizaci a autorizaci, je jeho naplánovaní
důležitou součástí analýzy. Mimo klasických role-dependent permissions (práva na základe
uživatelské role) přichází často i s možností manipulace práv pro konkrétního uživatele.
Variabilita takového řešení je téměř komplexní, když opomenu absenci vlastní logiku kon-
troly práv, která je často integrovaná kvůli složitosti mimo ACL.
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Firma v této chvíli rozděluje možné uživatele na 2 typy lidí: zaměstnanci a klienti.
Očekává se, že klienti budou mít omezená práva v tomto systému, z hlediska zakázek
uvidí pouze ty sví. Nebudou mít možnost vidět cokoliv co je interního charakteru. Za-
městnanci jsou skupinou zahrnující vývojáře i vedoucího. Zatím se nedá uvažovat o jiné
skupině, jako třeba manažeři nebo testeři, případně vyčlenění skupiny vývojářů, ale do
budoucna se s tím dá alespoň počítat. Není například nutné, aby se testeři dostali do
některých sekcí, které nesouvisí s plněním jejich úkolů. Vývojáři by mohli přistupovat ke
všem technickým náležitostem projektů, na kterých pracují. S každým novým záznamem
se práva musí měnit.
Systém by měl být rychlý, což vyžaduje samotnou kvalitu vyhotovení a taktéž kva-
litní technologického vybavení (hardware). Blíže specifikovat vyhotovení nemá v této fázi
smysl, požadavky na použitý programovací jazyk nejsou nutné. Taktéž ani při hardware,
protože ty se ujasňují až při výsledném reálném systému. Mělo by ale jít o samostatný
systém, který tedy nebude hostován jako multiinstance. Tím se dá vyčlenit ze seznamu
možných typů Cloud computing, Software as a service (SasS), nebo i IaaS, PaaS. Ideálně
by bylo mít systém umístěn na vlastním hostingu, čili vlastní fyzický server, nebo virtu-
ální (z hlediska úspory prostředků je výhodnější virtuální, jelikož nepůjde o systém, který
bude vykonávat složité procesy, které by dokázali zdroje fyzického serveru naplno využít).
Vlastní dedikovaný server firma k dispozici má a není zde problém, proč ho nevyužit i pro
umístění informačního systému.
Modul Účel Poznámka
Jádro základní funkcionalita sys-
tému, včetně autentifikace
a autorizace
Vykazování podpora pro přidávaní
výkazů a jejich celkový
přehled
Projekty modul pro evidenci, stano-
vení milníků pro projekty,
time management, kolabo-
rační nástroj
vhodné uživatelské ná-
stroje, notifikace
Reporting reporting chyb, dotazů možnost přístupu i ze
strany klientů, atributy pro
tyto reporty
Báze znalostí sloužící jako úložiště pro
dokumenty se znalostmi
možnost přístupu i ze
strany klientů, důraz na
jednoduchost a rychlost
Úložiště pro data soubory nepatřící mezi zna-
losti a do repositáře
možnost přístupu i ze
strany klientů, možnost
vytvoření sdíleného odkazu
Tabulka 4.5: Přehled funkčních nároků na navrhovaný systém
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Z pohledu bezpečnosti se také jedná o důležitý faktor, podobně jako faktor hardwaro-
vého vybavení stroje, na kterém bude celý systém hostován. Bezpečí dat je v této době
velice citlivá záležitost a to platí i pro firmu, která je malá. To stejné platí i pro dostup-
nost služeb. Není žádoucí, aby informační systém v společnosti nebyl schopen vykonávat
činnost z důvodu vytížení systémových prostředků.
V rámci modulů pak budou doplněny některá rozšíření, které firma dokáže využívat
k jejímu prospěchu. V této kapitole Analýza problému byli další užší specifikace popsány
blíže.
Pro práci je důležité najít takové řešení, které bude podporovat hlavně procesy ohledně
výměny informací. Při takto definovaných požadavcích na systém přikládám seznam ob-
sahující přehled vyžadované funkcionality.
4.5.1. Závěr analýzy
Kapitola analýza problému měla za úkol použít známé modely pro vyšetření stavu společ-
nosti ve vztahu k informačnímu systému a naopak, jak může informační systém obohatit
společnost. Dokazování výsledků je velmi subjektivní a třeba je brát jako podklad pro další
kapitolu, která se zabývá samotným návrhem možného systému. Po představení společ-
nosti se začalo se zkoumáním interního a externího prostředí společnosti, které vyústilo
ve SWOT analýzu a SLEPT analýzu. Tyto dva modely naznačili prvky, které dokážou
společnost nejvíce ovlivňovat a i když se soustřeďují na interní a externí okolí respek-
tive, shodli se například v problému financování, co je očekávaným faktorem u mladší
společnosti. Z pohledu rozvoje se společnost ještě nedostala z prvotní startovní fáze a
finance jsou pro ní velice důležité. Na základě toho se dá předpokládat, že pro firmu ne-
bude nejlepší investovat značný finanční obnos do placeného řešení informačního systému.
Ostatní body z této stránky analýzy poukázali na fakty, které zdůrazňují potenciál
růstu. Ten je do jisté, i když mizivé míry ovlivněn stavbou aktuální IS/ICT infrastruk-
tury. V brzkém začátku fungování firmy si vystačila s náhradou informačního systému ale
časem se ukázalo toto řešení jako dlouhodobě neudržitelné, z důvodů, které byly zlehka
popsán i v další části této kapitoly a to konkrétně v analýze prostředí informačního sys-
tému (současného). V této části se použil Porterův model a model HOS8, které se blíže
zabývali právě vazbami uvnitř stávajícího řešení a vazbami na okolité prostředí, jako na-
příklad na zákazníky, dodavatele.
HOS8 metoda jasně poukazuje na nedostatky 8 základních oblastí, ze kterých se mimo
softwarovou oblast dají zobecnit jako oblasti komunikace a vztahů mezi zaměstnanci a
ostatními potenciálními uživateli informačního systému. Nízké ocenění těchto oblastí se
dá přičlenit právě absencí podpory pro ní, protože dosud nebyla aktivně řešena. Pro bu-
doucí informační systém to ale může indikovat oblast, na které se má věnovat pozornost.
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Jako možný návrh vylepšení současné situace kolem informačního systému se dá zva-
žovat:
• zakoupení hotového řešení
• zakoupení řešení na míru od externí společnosti
• vytvoření vlastního řešení
• inovace existujícího řešení
Z bodů, které vyplývají z analýzy a z povahy firmy, jsem pro tuto práci zvažoval
již ze začátku možnost vytvořit vlastní informační systém na míru. Jako zaměstnanec
jsem v této společnosti do hloubky obeznámen s procesy, které by měl tento cílový infor-
mační systém podporovat, a také jakými vlastnostmi by měl disponovat. Řešení formou
zakoupení hotového řešení, nebo řešení na míru od externí společnosti zavrhuji už jen z
důvodu nemožnosti si některé funkce vyvíjet jako vlastní (při druhé možnosti je to otázka
smlouvy). Další důvod je v zatížení firmy finančně. Jednorázové poplatky za obstarání
těchto řešení neposkytnout dostatečnou uspokojivost v poměru k nákladům. Inovaci exis-
tujícího řešení nepodporuje ani samotná cílová firma. Jeden z jejích podnikových cílů je
mít vlastní informační systém, nejen slepenec dostupných služeb v rámci internetu.
Vedením je také preferována varianta tvorby celého informačního systému pro firmu
přímo na míru z vlastních zdrojů. Všechny budoucí modifikace je proto možné integrovat
přímo ve firmě, není nutno zásahu třetí strany, systém tak bude soběstačný. Z ekonomic-
kého hlediska má toto řešení větší význam. Výsledky analýzy v mnoha ohledech prokazují,
že velkým problémem při nasazení informačního systému v této firmě, jsou hlavně inves-
tice do nasazení / koupě, jelikož se v mnoha ohledech nezdá opodstatněné vyčleňovat
finanční prostředky na zakoupení (jednorázové, nebo paušální) něčeho, co si firma může
sama vytvořit. Procesy v informačním systému této společnosti také nejsou shodné napří-
klad při porovnání se společností, která se věnuje výrobě. Taktéž není ani natolik veliká,
aby se některé procesy musely zahrnovat do informačního systému, ve kterém by došlo
naopak ke komplikacím, které větší společnosti považují za nutné (firma nemá k dispozici
například pracovníky pro ekonomickou činnost, marketing, HR, PR). Jako další důvody,
které přispívají k volbě tohoto řešení, je například velký důraz na schopnost zpracová-
vat různé informace a znalosti v požadované formě, a to i přes potřebné rozhraní (jiné
komunikační kanály, přepojení na některé jiné podsystémy) nebo do jisté míry již dříve
zmíněná otevřenost systému a hlavně fyzický přístup k celému systému.
Pokud se neporovnávají právě all-in-one řešení, které jsou většinou placené, dají se
porovnat i volně dostupné nástroje, které ale firma používá i v době psaní tohoto textu.
V celkovém pojetí by to ale znamenalo maximálně inovaci infrastruktury, tj. přechod z
některé zvolené služby na jinou. V konečném důsledku by se nepodařilo dosáhnout vyty-
čené cíle, i když by efektivita celé infrastruktury mohla být lepší, než při současném stavu.
V této kapitole popisuji návrh tvorby tohoto vlastního informačního systému na míru,
včetně příkladu použití, databázové struktury, nároků a popisu architektury. Kapitola
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se do jisté míry opírá o poznatky z minulých kapitol a na konci nabízí malý přehled
vytvořeného systému (v přílohách).
5.1. Databáze
Typů databází je několik desítek, mnohé jsou si natolik podobné, že jsou běžně známé
pod stejným názvem. Mohou se odlišovat pouze metodami vstupu, výstupu, ale mohou
mít i zcela jiné přednosti. Typizace je navíc ovlivněna pohledem, kterým na ně nahlížíme.
Může se tedy jednat o pohled na organizaci dat, například objektově orientované, relační,
databáze na zpracovávaní textu, nebo o pohled na použití z hlediska nasazení, jako jsou
komerční, open-domain databáze, centralizované, distribuované, atp. Také jako jistý faktor
lze považovat uživatelskou základnu ([16]).
Databáze, která má uchovávat data pro informační systém, by měla splňovat alespoň
některá kritéria:
• databázové operace by měly být spolehlivé
• kolekce musí mít pevnou strukturu
• perzistentní data
• bezpečnost
Kritérií by se dalo vymyslet i víc, tyto uvádím jako základní. První bod, tj. spolehlivé
operace, jsou ve světě databáze podporovány konceptem ACID (atomicita, konzistence,
izolace, trvanlivost). Dodržení tohoto konceptu znamená, že vytvořená data se bez příčiny,
neboli přímé operace, neztratí a neporuší. Při konkurenčním přístupu v databázích, které
ACID naplno nepodporují, se může stát, že některá data nebudou přesná, neboli, že vý-
stup z databáze nevrátí přesné výsledky. V jistých systémech to není to na překážku, a
navíc to přináší i několik výhod, hlavně rychlost. Takzvané Non-ACID-compliant data-
báze jsou proto určeny pro situace, které pracují s daleko větším počtem dat, nebo pracují
se strukturou, která příliš neváže data. Příkladem je sběr dat.
Druhé kritérium znamená, že každá kolekce dat, každá entita má svou pevnou struk-
turu. Neočekává se proto, že uživatel může upravit své údaje nad rámec dovolených atri-
butů. Databáze poskytuje data hlavně pro frontend, tj. prezentační část systému, která
tato data bude zobrazovat v předem dohodnuté formě. Navíc, i když je struktura kolekcí
pevná, neznamená to, že vlastní entity budou mít mezi sebou vztah 1:1. To vše lze vyřešit
v rámci návrhu databáze, viz. ER diagram.
Perzistentní data - nevolatilní (energeticky nezávislé) paměti jsou pro data v informa-
čním systému nepostradatelnou součástí. Od databáze se může na první pohled očekávat,
že množina dat, s kterými pracuje, bude napevno uložena. Není to ale pravidlo a jsou tu
i databáze, které pracují pouze s daty uloženými v operační paměti (nebo i hybridní -
některá data jsou uložena perzistentně). Informační systém samozřejmě není výjimkou a
potřebuje data pevně uložena.
Bezpečnost je často důvodem k obavám. Cílené útoky na datové sklady probíhají ne-
ustále všude po světě. Více ohroženy jsou velké nadnárodní společnosti. Na ty menší,
lokální, útočníci nemají důvod útočit. Důvodů pro útok je mnoho. Může jít o finance,
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znalosti, konkurenčně laděný motiv nebo jenom zkouška vlastních možností. V moderní
době za útokem nemusí stát ani člověk, může se jednat pouze o program, bot, který se do-
káže do systému nabourat a způsobit komplikace. I když je zvolená společnost velice malá,
není to důvod pro naivní důvěru v nezabezpečená data. Databázový systém často přichází
s možnostmi, jak předcházet ztrátě a zneužití dat. Pro riziko ztrát je běžně aplikována
metoda replikace dat. Může se jednat o přístupy na úrovni DBMS, na úrovni hostingu
dat nebo i samotnou hardwarovou podporu - RAID (Reduntant Array Of Independent
Disks). Na úrovni DBMS lze uvažovat o replikaci dat nebo o zrcadlení. DBMS podle pře-
dem stanovených strategií dokáže bezpečně připravit kopii dat pro případ nouze. Replikace
dat v rámci DBMS je často nedílnou součástí databází s podporou analýz, například při
zpracování textu.
Z pohledu volby databázové technologie můžeme uvažovat o klasických relačních data-
bázích a o konceptu, který na ukládání dat využívá jiné dostupné metody (prostředky), než
předchozí. Jiné typy, jako například prostorové databáze nebo z jiného pohledu cloudové
databáze, nemá smysl zkoumat příliš do hloubky. Jejich účel je odlišuje od informačního
systému, kterým se tato práce zabývá. Relační databáze je ve světě informačních techno-
logií asociována s pojmem SQL. SQL stojí za spojením structured query language, což
lze volně přeložit jako jazyk pro strukturované dotazy. Byl vyvinut v 70. letech a zastu-
puje několik podjazyků, které spadají do typů DDL, DML a DCL, což jsou jazyky pro
popis dat, pro manipulaci dat a nástroj pro podporu řízení přístupu. I po takové době
je hojně využíván, hlavně v zastupujících projektech SQL databází. SQL umožňuje přes
strukturovaný dotaz přistupovat k datům a provádět různé operace, což značně usnadňuje
používání. Koncept, který je opačný k relačním databázím, je označován jednoduše jako
Non-SQL, někdy jako nerelační, a v poslední době jenom jako NoSQL. Tyto databáze
jsou podobně jako relační databáze známy už desítky let, ale právě v 90. letech se zájem
o ně značně rozšířil, hlavně kvůli množství dat, které jsou schopny uchovat.
V praktické rovině jsou proto v tématu výběru databáze často analyzovány pouze ty
jediného typu. Je třeba dodat, že pro každý z těchto dvou typů existují mnohé příklady
databází. Běžně platí, že NoSQL databáze je rychlejší, dokáže se lépe horizontálně škálovat
(cloud), lépe replikovat a má volnou strukturu. SQL databáze následuje koncept ACID,
který z ní dělá jasnou volbu, například pro finanční sektor. SQL databáze logicky pod-
porují stejnojmenný jazyk SQL a NoSQL databáze naproti tomu využívají jiné metody,
například API, které využívají předem naformátovaná data. V posledních 10 letech se
objevují nové databáze, které se snaží překlenout rozdíly mezi těmito typy databází. Na-
ráží se tady ale na problém, který nelze odstranit. Jisté parametry databázových systémů
se dají eliminovat jedině na úkor některého jiného parametru. Není proto možné zatím
vytvořit databázový systém, který by byl rychlejší v zápisu i čtení, a zároveň by například
plně podporoval ACID. Proto se tyto hybridní databáze spíš přiklánějí na stranu NoSQL
a podporují například konzistenci, nebo atomicitu a zároveň izolaci, co z nich činí více
specializované databáze.
Pro přímé porovnání NoSQL a SQL databáz pro účel informačního systému se můžou
uvažovat tyto body:
• NoSQL jsou většinou rychlejší (mimo výjimky)
• NoSql databáze mají menší analytickou schopnost
• SQL databáze jsou spolehlivější
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• SQL databáze poskytují výkonnější management
• NoSQL databáze nabízí lepší možnosti škálovaní
• NoSQL databáze se dá použít pro data s volnou strukturou (často pod pojmem
dokument)
• SQL podporuje komplexní dotazy
• NoSQL podporuje koncept dat key-value (klíč-hodnota)
Podobně jako při kritériích pro databáze v informačním systému, i tyto body se dají
rozšířit. Této problematice se věnují celé knihy a články a není dále obsahem této práce.
Vzhledem na důležitost konzistence dat je SQL databáze hlavním kandidátem a i něk-
teré menší nevýhody na výsledek nemají vliv. Ve světě existují i velké systémy, které
využívají NoSQL databáze bez problémů, no i přes to jsou se pro výsledný informační
systém ve zvolené společnosti nedá rozhodnou jinak. Zpomezi SQL databází se nabízí ome-
zené množství schopných databází, ze kterých jsem vybral populární MySQL databázi.
Její výhoda je ve volném použití, lehké přenositelnosti, množství nástrojů, v komunitě a
hlavně v statistikách, které uvádějí některé markantní změny oproti konkurenci, i když v
základu se jedná o ten samý typ.
Trochu jiná kapitola pojednává o knowledge base, tj. znalostní báze, která má být v
systému také zahrnuta. Tato součást nejvíce trpí absencí NoSql databáze. Pro její účel
projekt využije jinou, ne přímo NoSQL databázy, konkrétně ElasticSearch. ElasticSearch
je ve zkratce systém na skladování textu, hlavně vyhledávaní v něm. To, že ElasticSearch
nenaplňuje přímo ani NoSQL koncepty, tkví právě v jejím účelu. Pro příklad je mnohem
pomalejší co se týče zápisu, jelikož jsou přítomny funkce, které vstup ihned analyzují. Vy-
hledávaní je naopak mnohem výkonnější. Existují i možnosti, jako použít ElasticSearch
místo klasické NoSQL databázy, ale běžně se tato databáze používá v synergií s někte-
rou jinou, možností je hodně. V této práci je ElasticSearch využíván jako nástroj, který
nepatrňě komunikuje s hlavní databází a vytváří samostatnou službu. Více je popsáno v
příslušných sekcích.
5.1.1. Návrh databázové struktury
Pro znázornění vztahů v cílovém systému lze použít následující UML diagram. Podle
pravidel se vycházelo z naivní představy vztahů entit a dospělo se následně k 3. NF
(normální formě). To v podstatě znamená, že použitím doporučených metodik se struktura
databáze optimalizuje pro reálné použití, tj. dojde k optimálnímu stavu. V bodech to
znamená operace (sjednoceno i s 1. a 2. NF):
• Databáze musí obsahovat pouze atomické hodnoty (dále nerozdělitelné)
• Skupiny v tabulkách se neopakují (atributy by se neměli opakovat)
• Všechny neklíčové atributy by měli být závislé pouze na primárním klíči
• V databázi neexistuje tranzitivní závislost
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V teorii se uvažuje i o pokročilejších normálních formách - Bryce-Coddova normální
forma, 4. normální forma a 5. normální forma. V praxy se ale ne vždy používají, odstra-
ňují některé anomálie a redundanci. Reálně se o tyto problémy dokáže postarat samotná
aplikace, která nad množinou dat operuje. Struktura databáze proto zůstala v 3. normální
formě.
Obrázek 5.1: Příklad návrhu databázové struktury v UML
Na tuto strukturu už může reální aplikace bez problémů navazovat.Pro účely této práce
byly tabulky zjednodušeny, některé atributy je možno později doplnit. Například uživa-
telské detaily zahrnují pouze kontaktní informace. V produkci se může využít například
i adresa nebo vlastní napojení na sociální sítě. Případně další detaily v reportingu nebo
podpora komplikovanějších tagů v znalostní bázi. V modelu je také zobrazena třída spa-
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dající pod ElasticSearch, kterou jsem zobrazil uvnitř rozhraní. Mnohé další třídy budou
během vývoje následovat, více v dalších podsekcích práce.
5.2. Architektura systému
Tato sekce popisuje základní bloky celého systému, jejich provázanost, data, která přes
ně proudí. Architektonický návrh aplikace posiluje celkový obraz o výsledném systému,
umožňuje lépe pochopit použité struktury a tedy napomáhat při vytváření cílového sys-
tému. Podobně jako při návrhu databáze, přesněji ER diagramu, i tady je možno použít
některý z rodiny UML diagramů, ale běžně se používají i diagramy vlastní.
Pro vytvoření návrhu se musí ujasnit, čeho se má v systému dosáhnout, jaké vstupy
a výstupy bude mít. Od začátku se uvažuje modulární struktura, která bude vyhovovat
konceptu MVC (Model-View-Controller), což je populární framework, který se dá použít
i ve velkých systémech, tak i v menších. Framework je, laicky řečeno, otisk pro výslednou
aplikaci. Může se jednat jenom o nějaké doporučení ke schémě, nebo i o polofunkční apli-
kace, které tvoří jakýsi základ, který obsahuje již některé klíčové funkcionality. Aplikace,
která je postavena na bázi MVC je zpravidla velice přehledná, lehce rozšířitelná a i cizí
vývojář je schopen v krátké době pochopit, jak to celé funguje a co je potřeba udělat,
když je potřebné přidat nějakou funkcionalitu, i když se koncept MVC lišit v závislosti
na implementaci.
Základem pro architekturu je tedy MVC šablona, která poskytuje některé základní
bloky a diktuje přímou manipulaci s daty v databázi. Platí, že veškerá logika, která sou-
visí přímo s daty je umístěna v modelech (M). Model zastává v aplikaci funkci entity,
která se naplní potřebnými daty. Tyto modely mají tedy výhradní přístup k databázi a
pro tento přístup sdílejí jisté metody. Taktéž platí, že vstup a výstup od uživatele se děje
na hranici pohledů (V), což se netýká samotného dotazu na webovou stránku v rámci in-
formačního systému. Takovýhle dotaz je obsloužen jádrem, které je v rámci architektury
chápán jako black box, černá skříňka. Transformuje dotazy na nejnižší možné úrovni (pro
aplikaci) a posílá je dále, přičemž poskytuje i jiné užitečné funkce. Strukturu jádra není
nutno příliš rozebírat, jelikož je dodán přímo třetí stranou jako funkční framework. I když
jádro tvoří základ pro MVC framework, není pravidlem, aby i toto jádro bylo psáno ve
stylu MVC. Vývojář by do tohoto jádra neměl zasahovat. Tento přístup je výhodný v
případe, že framework je dostatečně flexibilní a dokáže být aplikován na veškeré situace,
které jsou pro systém kritické, což pak usnadňuje například aktualizaci celého jádra a
tím i frameworku. Část controllers (C) je první bod v aplikaci, která obsluhuje požada-
vek po jádru. Kontrolér má přímou vazbu na modely, organizuje je a připravuje data,
které jsou odeslány do pohledů (V). Je ale běžné, že se existují komponenty, které jsou
posazeny ještě mezi kontrolér a jádro. Někdy se tyto body nazývají i middleware a jejich
účelem je dodatečná manipulace s požadavkem ještě před kontrolérem. Bývají integrovány
i jako část vlastní aplikace, neboli i jako plugin/modul. Pluginy, nebo moduly jsou další
část aplikací, které dále rozšiřují funkcionalitu aplikací a většinou jsou připravovány na
opakované použití napříč aplikacemi. Pluginy lze tedy chápat jako prerekvizitu pro onu
zmíněnou modulární strukturu.
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Informační systém má mít několik vstupních bodů, které jsou později reprezentovány
„cestamiÿ. Tyto vstupní body mají svůj účel a odkazují se dále na koncept REST (Repre-
sentational State Transfer), neboli RESTful (mezi pojmi REST a RESTful je mírný rozdíl,
ale RESTful je vždy REST, co ale naopak neplatí), co lze označit jako princip rozhraní pro
základní manipulaci s daty na WWW stránkách, co informační systém v této společnosti
bude. REST definuje několik základních přístupových bodů pro vytváření, editování, čtení
a mazání dat. Celkově to umožňuje mít programovou strukturu v rámci kontrolérů pro
každou nezbytnou akci. Akce, které jsou dále nad rámec REST, což znamená, že jejich
účet může být víc specifický, jsou charakterizovány jako RPC (Remote Procedure Call).
RPC a REST sdílejí mnoho, ale rozdíly vedli právě k vyčlenění pojmu RESTful, což je
pojem, který označuje rozhraní podporující ony základní přístupové body. RPC uvádím
z důvodu, že pro celý funkční informační systém nebudou pouze základní cesty stačit.
Obrázek 5.2: Návrh architektury z pohledu základních komponent a jejich interakce
5.3. Implementace
Pro další ujasnění celkového systému a také dodatečné změny v architektuře, je potřebné
zvolit jazyk, platformu, na které bude hotová aplikace běžet. V této části rozděluji celý
systém na přední (prezentační) a zadní část, které jsou v žargonu známy pod slovy fron-
tend a backend. Toto rozdělení je jedním z předních metod při vytváření webů a umožňuje
kompletně oddělit logiku těchto částí. Backend je s frontendem spojen pouze přes rozhraní,
které je předem známo. Prezentační část backendu je osekána na nejnižší úroveň a ne-
poskytuje vůbec žádný uživatelsky přívětivý přístup. Díky rozhraní je mimo jiné možno
například kompletně zaměnit frontend nebo backend za jinou verzi, která bude pravidla
tohoto rozhraní dodržovat.
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5.3.1. Frontend
V rámci předchozí části, kde jsem popsal použití principu MVC frameworku, se uvažuje s
pohledmi (View), které stojí za zobrazováním dat v rámci tzv. šablon. Celé tyto šablony
jsou přesunuty do frontendu a tvoří samostatnou část. Implementace frontendu je přímo
závislá na validitě kódu, jelikož se frontend jako aplikace přímo spouští v okně prohlížeče,
stejně jako běžná webová stránka. Proto je implementace možná jedině v rodině značko-
vacího jazyku HTML, skriptovacího jazyku Javascript a taktéž kaskádových stylů CSS,
a mimo design a nástrojů pro psaní kódu není nutno nic zvažovat. Existence frontendu
jako samostatné části nahrává k použití schémy, neboli anglicky layoutu, který je přes
API spojen s backendem. Nabízí tak možnosti moderního typu layoutu, známého pod
spojením one-page layout. One-page layout nabízí jinou úroveň uživatelsky přívětivého
přístupu, jelikož stránka se načítá pouze jednou a další interakce se serverem (taktéž jako
backend) se děje na pozadí. V praxi to má výhodu kratšího načítaní, lepší responsivity,
stránky jsou esteticky komplexní a je to jasná volba pro mobilní zařízení.
Samotný frontend je zamýšlen jako realizace aplikace nad známým frontendovským
frameworkem zvaným AngularJS (1). Jedná se o robustní framework, který má i přes
další vývoj (vlastní, konkurenční), velkou uživatelskou základnu. Podobné frameworky
přímo obsahují podporu pro one-page layout, díky čemu odpadá režie spojená se základní
problematikou. Vývoj se tímto značně zjednoduší.
5.3.2. Backend
Po oddělení frontendu je výstup z koncových bodů backendu omezen pouze na formá-
tovaný text. Data, která by se jinak objevila v rámci nějaké upravené webové stránky
budou už jen strukturovaně uspořádaná, například ve formátu JSON. Ten dokáže data
formátovat do podoby objektů, polí, čísel, řetězců. Jedná se o objektovou notaci pro Ja-
vascript, proto není problém ak právě formát JSON je základem pro reprezentaci dat v
rámci rozhraní mezi frontendem a backendem.
Oproti frontendu má backend mnoho možností pro implementaci kódu. Programo-
vacích jazyků, které se používají je mnoho a mezi základními se dají najít PHP, ASP,
Ruby, Perl, Python, Java a dokonce i nízkoúrovňový jazyk C. V posledních pár letech se
mezi nejsilnější jazyky v této oblasti protlačil i Node.js. Je to mladý jazyk, který ale sdílí
syntax a sémantiku s dynamickým skriptovacím jazykem, který je téměř nepostrádatelný
na moderních webových stránkách - Javascriptem. Proto je jeho popularitu na vzestupu.
Má některé výhody i nevýhody a když je volba programovacího jazyku brána jako souboj
preferencí, byl pro tuto úlohu vybrán právě jazyk Node.js (dále jen Node).
Všechny zmíněné jazyky nabízí vlastní MVC frameworky, které se navzájem jistým
způsobem liší. Těchto frameworků je daleko víc než samotných jazyků a nezaostává ani
Node. MVC framework, který se použije jako základ pro výslední systém, je znám pod
jménem Sails.js (dále jen Sails). Podobně jako jazyky, jsou i frameworky vybírány podle
preferencí a možností, které nabízejí. Sails je schopný framework, který nabízí úpravu
prakticky všeho, tzn. i jisté části jádra (bez zásahu do kódu v tomto jádře). Preferuje
konvenci před konfigurací, co dále napomáhá k rychlému vývoji. Po aplikaci jazyku Node
a frameworku Sails se architektura frontendu a backendu dá přiblížit následovně.
1https://angularjs.org/
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Obrázek 5.3: Schéma struktury backendu a frontendu, zdroj: vlastní
Sails není skutečným MVC frameworkem, co je možné zjistit i z tohoto obrázku. Spíš
než o nasledování klasického MVC frameworku se soustředí na transformaci existujícího
(Ruby on Rails v jazyku Ruby2). Nabízí mimo klasické komponenty kontrolérů a modelů,
také služby, pravidla, odpovědi. Má velkou podporu i z hlediska komunity, která nabízí
řadu modulů, například na autentizaci a autorizaci (dále v části o bezpečnosti), které se
dají v návrhu použít. Výsledkem je velice pružný základ pro serverovou část systému.
5.3.3. API
Funkcionalita api zůstává pořád na úrovni žádost-odpověď. Oproti otevřenému spojení
mezi prohlížečem a serverem je tento přístup mnohem jednodušší na návrh a pro základní
použití postačí (opačný postup je možno uvažovat například u websocketů - z části použito
v notifikacích). Předem definované API, coby rozhraní, má velkou výhodu z hlediska ar-
chitektury, kde je možno mnohé interakce backendu a frontendu předem znát. Při vhodné
architektuře na obou koncích to ale není nutné, jelikož se dají znovu-použít již existující
části a celý proces pak vyžaduje minimum času na rozšíření.
Pokud se mluví o API vo webových aplikacích, zpravidla se dá API popsat i jako před-
pis možných cest. Při uvažování klasického dotazu žádost-odpověď, je jedna definice v API
pouze předpis cesty, jako například „GET /users/create -> <odkaz na komponentu>ÿ. V
tomto zápisu se očekává dotaz typu GET, který má URL cestu „/users/createÿ. Pokud
takový dotaz server přijme, bude obsloužen předem zvolenou komponentou. Zvolený zápis
je nutno přímo implementovat na backend. Frontend jako tvůrce dotazu je pouze povinen
mít správně namapovány dotazy.
API má samozřejmě mnohem širší využití, než jen definování rozhraní mezi fronten-
dem a backendem. Mnohé systémy, nejen informační, nabízejí vlastní API (nejčastěji v
omezené podobě) pro aplikace třetí strany. Toto platí samozřejmě, pokud je server, jako
příjemce dotazu od třetí strany potřebný. Existují situace, kdy je možné, aby třetí strana
přímo zapisovala údaje do databázi, obecně se ale nejedná o bezpečné řešení. API má
úzký souvis s tzv. routováním. V praxi se na výraz routování dá narazit poměrně často
a často se dá chápat ve více kontextech. V tomto případě se dá najít i na frontendu a
na backendu a pokud půjdu do hloubky definice API, routování neboli cesta je základní
forma zápisu. API dále tyto definice rozšiřuje a stanovuje protokol. Obecně u backendu i
frontendu platí, že pokud konkrétní zápis neexistuje, aplikace může dotaz ignorovat nebo
2http://rubyonrails.org/
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chápat jako chybu. Routování je dále velkou mírou závislé na zvolené architektuřě (fra-
meworky obecně nabízejí možnosti routování, které vývojář nemusí dále řešit).
Pro doplnění uvádím, že API jako taková nemá mimo one-page aplikace význam,
pokud tedy neasociuje s třetí stranou. V mém případě má tedy definice api velké opod-
statnění.
API je v základu připraveno na způsob akronymu CRUD, který podporuje REST
koncept. CRUD stoji za označením Create, Read, Update, Delete. Tento akronym je často
považován za základní matici pro API, kde navíc každý z těchto bodů asociuje i s typem
dotazu POST, GET, PUT, DELETE respektive. Je také spojován i s dotazy směrujícími
na databázi. Při vhodné implementaci je možné zamezit některým operacím, které jsou
obsluhovány backendem.
Operace HTTP dotaz Sql dotaz
Create (vytvořit) PUT/POST INSERT
Read (číst) GET SELECT
Update (upravit) POST/PUT UPDATE
Delete (zrušit) DELETE DELETE
Tabulka 5.1: CRUD matice, podle [34]
Pro pokročilejší použití se přidávají další operace, jako je Search (vyhledání) nebo
Index (seznam). Pomocí této matice je možné vytvářet dotazy přes API, které dokážou
plnit libovolnou funkčnost, například nad daty uživatele Současně to podporuje i UI (User
Interface) komponenty na frontendu, které umožňují kompletně měnit modely (tj. jejich
data v databázi). Podle implementace se objevují i pokročilé matice, u které jsou položky
asociovány s konkrétní akcií (doslova funkcií v backendu). Tyto akce mohou být současně
definovány jako kombinace operací. Použitý framework na backendu pracuje pouze se
základní strukturou, která plně postačuje.
Každý modul který je vytvořen by měl tuto strukturu dále respektovat. API v základu
dodržuje koncept tzv. convention before configuration, kdy je celá aplikace postavena
tak, aby v první řadě respektovala konvenci, konfigurace je druhořadá a je chápána jako
doplňková podle tohoto konceptu je často fungují mnohé frameworky a ten na backendu
není výjimkou (frontend neuvádím z důvodu z opačného důvodu - konvencí se používá
víc).
5.3.4. Znalostní báze
Jinou méně obvyklou součástí webových stránek je integrace některé jiné technologie,
která není přímo součástí ani backendu a ani frontendu. Tato část je reprezentována bází
znalostí a je umístěna virtuálně za backendem, podobně jako klasická databáze. Data,
která bude obsahovat, budou pouze čisto jen pro účel znalostí. Data, která tyto zna-
losti mapují například na autora, budou nadále v klasické databázi. Důvod je ten stejný
- kontrola přístupu a bezpečnost. Není vhodné, aby do této báze měl přistup obyčejný
návštěvník, nebo aby v ní klient viděl úplně všechno. Kontrola proto probíhá na důvěry-
hodné straně - na backendu. I když to způsobí mírné zpomalení (dvě vzdálené volání,i
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když jenom lokální, navíc), za ten risk zneužití to nestojí. Podobně jako například rozhraní
mezi backendem a databází, je jiné rozhraní umístěno i mezi bázi znalostí. Rozhraní je
navíc přímo podporováno vydavateli ElasticSearchu, co celou specifikaci jasně usnadňuje.
Báze znalostí je oddělena od hlavní databáze, jak bylo v části o databázích zmíněno, z
důvodů výhod, které ElasticSearch nabízí pro zpracování textů.
Možné základní použití zahrnují obyčejné vyhledávaní podle přesné fráze, ale dá se
nakonfigurovat i pro vyhledávaní podobností. V běžné databázi by je možné vyhledávaní
jenom podle přesné fráze, nebo části fráze, co v případě jinak vyskloňovaného slova ve
frázi, celý proces komplikuje. Vyhledávaní v bázi znalostí by mělo tyto situace s přehledem
zvládnout a poskytnout relevantní výsledky. Navíc je takovýto systém rychlejší a dá se lépe
škálovat. Dají se najít názory, že použití tohoto vyhledávacího „enginuÿ v běžné sféře, tj.
jiné jako sběr velkého množství textu, například v akademické sféře, nemá opodstatnění.
Vskutku, pokud je báze dat omezena počtem dokumentů například na několik stovek,
důraz na rychlost odezvy nemusí rozlišit mezi touto a běžnou relační databází. To co ale
mluví ve prospěch tohoto řešení je právě schopnost skladovat větší texty, se kterými se
počítá. Vyhledávaní v nich a jejich analýza bude mít i přes nižší počet svůj účel. Další
důvod byl zmíněn v předešlém textu, který mluví o ochotě společnosti podílet se na
projektech s často experimentální technologií (knižnicí, softwarem) a novým přístupem.
ElasticSearch již nepatří pár let mezi nový software, dá se již nějakou dobu považovat za
stabilní systém stále ve vývoji a i přes to, že se nemusí jednat o tuze konvenční řešení,
tak má na své straně i mnohé jiné možnosti, které se dají v budoucnu využít.
5.4. Dílčí části systému
Jednotlivé části, které pří jisté formě abstrakce můžu nazvat moduly, jsou při řešení s
odděleným backendem / frontendem realizovány odděleně. To znamená, že vývoj, který
předcházel funkčnímu nasazení hotového systému, musí moduly vytvářet zvlášť pro kli-
entskou i serverovou stranu. Podobně se dá mluvit o čistě ne-izomorfní aplikaci. Jedná
se nadále o klasickou formu webové aplikace, kterou se někteří vývojáři v posledních pár
letech snaží inovovat, směrem právě k izomorfizmu. Tato nová forma si vyžaduje značně
jiné uchopení architektury a i přes své nesmírné výhody je v mnoha případech těžší na
použití než stávající forma.Nemluvě o rozdílech v komunitě vývojářů. Pro vývoj větších
systémů je ale zpravidla efektivnější na organizaci. Klasický přístup, který jsem zvolil,
umožňuje navíc snadné oddělení klientské a serverové částí, čím se dají snadno zaměnit,
pokud se dodrží správná forma rozhraní, které značí další výhodu. Rozhraní se dá chápat i
jako jakýsi předpis komunikace, někdy znám i jako API (Application Program Interface).
Díky tomu, že jsou tyto části odděleny, se dá interakce mezi nimi plně ohraničit jako API.
5.4.1. Moduly
Mimo rozšiřování zvoleného MVC frameworku o další funkcionalitu, tj. přidávaní api, no-
vých skriptů, můžu definovat společný pojem pro backend i frontend jako modul. Jelikož
frontendová architektura je jiná jako ta na backendu, z hlediska abstrakce se dají moduly
použít na oddělení funkčních částí. Moduly na frontendu mají na starosti celé zobrazení
stránky, interakci s uživatelem a typicky je možno mít v některou dobu aktivních více
65
5.4. DÍLČÍ ČÁSTI SYSTÉMU
modulů (pokud je webová stránka načtená, její obsah může být tvořen více moduly, které
jsou v této době označeny jako aktivní). Tyto moduly jsou pak děleny na části, jako na-
příklad jádro (core), zprávy, notifikace, reporty atd.
Na druhé straně jsou moduly v rámci backendu plně odděleny, dokážou využívat
všechny dostupné zdroje. Tyto moduly na backendu jsou podle zvoleného frameworku
označeny jako api (ne API z předchozí části, jedná se o konvenci) a respektují systém
dotaz-odpověď. V jednom dotazu může být aktivní tedy jenom pouze jednen modul. Mo-
duly na backendu jsou tvořeny kontrolérem a modelem. Tím následují MVC strukturu,
přičemž vynechávají View (pohled). Namísto pohledu (pohled jako data pro prohlížeč
je oddělen od modulů, je funkcí jádra frameworku) využívají možnosti formátovaní dat
přímo do formátu JSON, která jen podporuje funkci API. Znamená to, že výstupem ze
serverového modulu jsou pouze formátována textová data.
Pro porovnání moduly na frameworku můžou spolu komunikovat pokud jsou aktivní,
nebo jsou aktivní jejich globální části (služby, filtry atp, které jsou po načítaní dostupné
z libovolného modulu). Jednak se jedná o klientskou aplikaci, která se zapouzdřuje do
DOM (Document Object Model) a za další framework aktivně používá tzv., dependency
injection (injektování závislostí - DI). DI je funkcionalita, která umožnuje před načtením
komponenty injektovat jiné komponenty, které se pak dají použít. Děje sa tak v době
načtení stránky, nebo i v čase přechodu do jiného stavu3. V kontextu dotazu z klientské
strany si klientská část dokáže uchovávat data z minulých dotazů (one-page aplikace je
načtena pouze jedenkrát). Moduly tak dokážou být pro celou klientskou stranu aktivní
ve větším počtu.
Oproti tomu můžou moduly na backendu komunikovat maximálně přes modely, přes-
něji je vytvářet, měnit a jinak zpracovávat. Stav z minulých dotazů si typicky neuchovávají
(mimo databáze, cookies/session a jiných méně běžných vlastních řešení). I když má pro-
středí node.js možnosti jako méně běžné uchovávaní dosáhnout, pro tento projekt jsem
neplánoval vytvářet danou funkcionalitu, jelikož by rušila konvenci zvoleného frameworku
a není také důvod jí používat.
5.4.2. Konfidentalita a integrita dat, ACL
Hlavním prvkem, kterým se v podobných systémech vyskytuje, je služba autentifikace a
autorizace. Tyto dvě funkce nemusí být nutně v jednom prvku a podobně je to aj v tomto
řešení. Autentifikace jako proces ověření totožnosti je hlavní stavební kámen bezpečnosti
informačního systému. Vstupem do tohoto procesu jsou klasicky dva údaje - email a heslo.
Email je možno nahradit uživatelským jménem, nakolik oba tyto údaje jsou povinné a
navíc zde existuje index unikátnosti pro oba údaje. Není tedy možno, aby v systému exis-
tovali dva lidi s totožným jménem nebo uživatelským jménem. Proces autentifikace dále
využívá základní kámen symetrické kryptografie. Přesněji se jedná o fakt, že heslá jsou v
databázy uloženy v hashované formě, kdy konkrétnímu řetězci (heslo) odpovídá jiný (při
MD5 je to 32 znakový) hash řetězec. V skoro absolutní většině se generuje pro rozdílné
vstupní hodnoty unikátní výstupní hodnota, ale unikátnost v rámci více hodnot není za-
ručena - hrozba kolize, která snižuje šanci na unikátnost (více hodnot může dát stejné
3Dá se chápat i jako asynchronní přechod na jinou stránku v rámci této one-page aplikace
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výstupy). Některé hashovací generátory (funkce obecně) jsou těžší na prolomení (gene-
rování kolizí) a pro některé funkce kolize nebyla zatím dosažena (např. SHA-1). Hlavní
fakt ale zůstává, že pro stejné vstupy se generují vždy stejné hodnoty. Když je heslo v
databázi uloženo v hashované formě, není možné bez hrubé síly odhadnout řetězec hesla
v původní podobě. Hashovaní řetězec je navíc posílen faktem, že na prolomení je nutno
znát i druhý údaj, který je ale už v původní podobě - email.
Pro útočníky útoky hrubou sílou jsou běžné a hashování hesla není proto chápáno jako
postačující4. Běžně se v tomto procesu aplikuje kontrola přístupů. Systém dokáže odchytit
IP adresu potenciálního útočníka a jeho pokus zaznamenat. Navíc, díky otevřené podobě
emailu, případně uživatelského jména, je tento pokus asociován s konkrétním uživatelem.
Není obtížné z těchto údajů implementovat podproces, který umožní odeslat špatné údaje
pouze několikrát v dané době. Jako doplnění se často používá možnosti zpětně notifikovat
majitele účtu, aby si své heslo více posílil. Bezpečí daného účtu je pak výsadou konfiden-
tality údajů od majitele.
V rámci této práce používám mírně dokonalejší kombinaci bcrypt standardu a algo-
ritmu blowfish, která se neomezuje jen na jednu funkci, která přetváří originální řetězec
přímo na hash. Kontrola přístupů v této práci je taktéž samozřejmostí. Jako doplnění se
dá přidat komunikace přes zabezpečený HTTPS protokol, který šifruje celou komunikaci
(v době psaní práce je to pořád volba, do budoucna se široce zvažuje vynechání HTTP
ve prospěch HTTPS5).
Úspěšná autorizace je klasicky zaznamenána prostřednictvím cookie. Každý další do-
taz bude systémem chápán jako dotaz od přihlášeného uživatele, až po kým nevyprší
platnost cookie.
Jako další proces, který následuje po autentifikaci, je autorizace, co je proces, který
kontroluje, jestli má přihlášený uživatel právě na vykonání požadované akce. Autorizace je
v tomto návrhu řešení implementována ve dvou úrovních. První úroveň kontroluje každý
dotaz prostřednictvím pravidel, ještě před jeho zpracováním. Vývojář, který dále rozšiřuje
systém se nemusí ničím zabývat, stačí mu vědět, že pokud pravidlo existuje, systém daný
dotaz bude moci pro konkrétního uživatele zpracovat. Spíše než o uživatelovi se v této
úrovni myslí skupina uživatelů. Díky existenci uživatelských skupin, je prakticky od re-
gistrace zaručeno, že uživatel bude schopen přistupovat pouze k určitým modulům a to
jenom formou povolených akcií. Akce jsou podobně jako v případě API seskupeny podle
hlavičky žádosti a to konkrétně opět GET, POST, UPDATE, DELETE, PUT. Toto se-
skupení zjednodušuje celou hierarchii pravidel a je podporováno i samotnou API, čím se
další vývoj dokáže podstatně zrychlit.
Druhá úroveň autorizace se váže na konkrétní entity v databázi a kontrola s ní sou-
visející je invokována podmíněně, tj. například před dotazem na databázi s cílem změnit
některou entitu. Entitou se dá chápat jedna položka v databázi a tyto položky obsahují
data pro modely v aplikaci. Tato druhá úroveň je potřebná na dílčí kontroly a proto je
4Příklad nezabezpečené autentifikace firmou Apple http://www.pcworld.com/article/2866872/apple-
-blocks-tool-that-bruteforces-icloud-passwords.html
5https://en.wikipedia.org/wiki/HTTP/2#Encryption
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její celá funkcionalita oddělena v rámci architektury jako globální služba. Invokace nabí-
zených kontrol je dále úplně v režií vývojáře. První úroveň autorizace je pevná a i když
se dá cílově obejít (v rámci vývoje), slouží jako úroveň, která je schovaná uvnitř systému.
Vývojář musí respektovat pravidla této komponenty a v rámci konvence jí neobcházet.
Naproti tomu je druhá úroveň plně v rukou vývojáře a může se tak použít v libovolné
situaci. Její možnosti jsou daleko širší a dají se s ní vytvářet jemnější, i podmíněné kon-
troly. Jelikož se jedná o kontrolu, která pracuje s entitami, její účel spočívá ve vymezení
přístupu k některé entitě pro konkrétního uživatele.
Problém, který tu nastává, je právě složitost, nebo početnost pravidel, které se musejí
uplatňovat pro každou kombinaci entity a uživatele a to nemluvě o režií kolem. Pro zjed-
nodušení se proto v této úrovni autorizace uvažuje o nastavení pro jednotlivé typy entit,
které určují normální chování. Pravidla této úrovně pouze doplňují normální chování, tj.
pokud neexistuje pravidlo, použije se globální nastavení pro daný typ entit.
Kombinace autentifikace a autorizace tvoří tzv. ACL (Access Control List), neboli se-
znam řízení přístupu. Díky použití ACL se dají pokrýt všechny standardní i nestandardní
požadavky na kontrolu přístupů k zdrojům.
5.4.3. Báze znalostí
Bázi znalostí vyčleňuji jako jeden z hlavních stavebních kamenů celého informačního sys-
tému díky velké pozornosti, která bude na tuto část soustředěna v ostrém provozu. V
minulých částech se práce zmiňuje o použití nástroje ElasticSearch, který výše specifi-
kovaných důvodů zabezpečuje plynulý provoz této části. Zde práce popisuje použití a
konfiguraci více do hloubky.
Speciální požadavek na funkci spočívá v okamžitém vyhledání a úpravě, případně při-
dání nového zápisu. Interaktivita pro psaní zápisu je taktéž nevyhnutná, nakolik je potřeba
ukládat data formátována. Z možností, které se dají nasadit, je z praktických důvodů
favoritem WYSIWYG editor, který zabezpečí psaní na podobné úrovni, jakou dovolují
kancelářské balíky. V oblasti webových stránek je pak výstupem HTML kód, který pro-
hlížeč dokáže vhodně zobrazit. Autor zápisu proto nemusí umět značkovací jazyk HTML,
pouze píše ve formě, kterou určitě zná. Takovýto WYSIWYG editor umožňuje vkládaní
obrázku, videí, určování stylu textu, tj. velikost písma, font, barva, odsazení a mnohé jiné.
Struktura jednoho zápisu je dána předem - očekává se použití nadpisu, těla a tagů.
Nadpis je vždy v čisté formě, jednoznačně označuje zápis přes kontrolu unikátnosti. Tělo
obsahuje výstup z WYSIWYG editoru, čím tvoří nejdůležitější část zápisu. Tagy jsou
doplňující strukturou, pomocí které se dají zápisy lépe kategorizovat a jsou vždy v čisté
textové podobě jako nadpis. Na rozdíl od něj se počítá, že budou typicky jednoslovní,
případně jen několikaslovní, čímž se tagy snaží dosáhnout atomocitu, pro lepší funkci za-
řazování. Mají charakter pole, ve kterém může být libovolně mnoho položek a jednotlivé
položky nemusejí být unikátní. Záznam obsahuje ještě jeden údaj a tím je právě identifi-
kace autora, která bude objasněno níže.
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ElasticSearch je velice silný nástroj, který v okamžiku přidání záznamu okamžitě in-
dexuje. Funguje tedy jako jakýsi rejstřík, ve kterém je možno okamžitě dohledat zdroj.
Přidává ale i mnohé jiné, sofistikovanější nástroje, které s indexem pracují. Indexace napří-
klad nemusí mít jen naivní charakter zpracování podle jednotlivých slov. Slova je možno
zpracovat již v době indexace, například odstranit nežádoucí znaky, případně generovat
pouze základní tvar slova6. Operace, které jsou směrovány na ElasticSearch mají tak-
též jako v tomto návrhu formát JSON (a taktéž je tato cesta nazvána API) a dokážou
být i do jisté míry zanořeny. Výsledkem pak může být rozsáhlí dotaz, který vyhledává
se speciálními kritériami, například přidáním fuzzy generátoru, který eliminuje překlepy
při zadávaní vstupu, tím, že vytváří jiné formy slov ze vstupu. Podle parametrů se tedy
dokáží generovat slova, které jsou vskutku ta cílená.
Struktura ElasticSearchu
Základním prvkem, se kterým je možno přes ElasticSearch manipulovat je Cluster, který
sehrává roli kolekce nodeů (uzlů) a dohromady tvoří celou bázi záznamů. Cluster sdružuje
uzly pod svým stejným jménem, čímž je dáno jejich jednoznačné přiřazení. Uzel je pak
dělitelnou součástí clustru, který se přímo podílí na indexaci a vyhledávaní. Uzel může
být přiřazen k libovolnému clustru, normálně je přiřazen k hlavnímu přednastavenému.
Index je chápán jako kolekce záznamů, kterým se v žargonu ElasticSearchu dalo jméno
dokument. Pro dokumenty v konkrétním indexu platí, že musejí mít stejné, nebo ale-
spoň podobné charakteristiky. Index je také identifikován jménem, se kterým se k němu
dá přistupovat přímo přes dotaz. Index je fyzicky umístěn v uzlu, virtuálně je ale pod
clustrem, ve kterém může být libovolně mnoho indexů. Velikost indexu je teoreticky neo-
mezena, prakticky je ale omezena systémem na kterém je umístěn. ElasticSearch tak zavedl
funkci shardů a replik, které fungují podobně jako v klasických databázích, kde přispívá k
horizontálnímu škálování a taktéž k větší paralelizaci. Pokud není možno alokovat dosta-
tečný prostor pro index, dá se index prostřednictvím shardů rozdělit na podindexy, které
jsou plně samostatné indexy, uchovávající data z původního velkého indexu. Replikací na
druhé straně jde dosáhnout vyšší dostupnost v případě výpadku. Oba tyto koncepty jsou
menežovány prostřednictvím ElasticSearchu, mimo konfigurace, která je značně rozsáhlá
a dobře dokumentována.
Na vyšší úrovni na indexem je další struktura nazvána typ a jedná se doslova o typ
dokumentu, který je v indexu. Členění na typy má význam při faktu, že se zde sdružují
dokumenty se stejnými poli. Dokument je hlavní jednotka, která sdružuje již konkrétní
informace pro indexaci a tyto jsou taktéž reprezentovány formátem JSON. Fyzicky je
dokument uložen v indexu, přiřazen je ale k danému typu.
Tyto části mají své vlastní konfigurace, které se uplatňují zejména při vytváření. Napří-
klad použité filtry pro indexování, kterým se dohromady říká mapování, jsou předpisem,
jak budou dokumenty v indexu zpracovány, uloženy a určují se při vytváření. Konfigurace
po vytvoření zahrnuje například manipulaci se shardami.
6https://www.elastic.co/guide/en/elasticsearch/reference/1.4/analysis-hunspell-tokenfilter.html
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ElasticSearch dále nabízí nástroje na monitorování stavů jednotlivých částí. Pomocí to-
hoto monitorování je možné odhalit zlou konfiguraci, zlou aplikaci, nedostatek prostředku
a jiné, méně, či více závažnější problémy. Běžným monitorováním je například kontrola
zdraví indexů, které je rozděleno do třech stavů podle barvy - zelená, žlutá, červená. Díky
tomuto je včasně možno odhalit možné poruchy a výpadek indexu (i destruktivní, neob-
novitelný). Základní problémy souvisejí s alokací místa, kterého je při vlastním hostování
běžně více než dost, čím se i navrhované řešení značně stane stabilnější, nemluvě o mož-
nosti konfigurovat replikaci na záložní úložiště.
Pro návrh tohoto informačního systému se dále uvažuje použití jen jednoho clustru,
uzlu, indexu a typu. Shardy a replikace táto práce neřeší a je možné, že původní konfigu-
race se bude v čase plného nasazení měnit i vícekrát.
ElasticSearch v interakci s relační databází
Ve sféře webových portálů, existují mnohé řešení, které dokáží používat ElasticSearch jako
náhradu za klasickou relační databázi. Už jenom ze struktury dotazů a formátu uložených
dat se dá ElasticSearch porovnávat s NoSQL databázemi. Index se dá chápat jako kolekce,
podobně jako v databázi, replikace je na velice podobné úrovni, administrativa taktéž.
Podobně se dá taktéž limitovat přístup jen z některé lokality, ideálně jen z lokálního
přístupu. Problémy, kterým v nedávné době čelil ElasticSearch zahrnují ([13]):
• Bezpečnost - nedostatečná podpora prvků autorizace
• Nedostatečná podpora transakcí7
• Náročnost na výkon - při velkém množství dotazů (extrémní případy) se doba odezvy
podstatně prodlužuje a instance ElasticSearchu si bere více výpočetního výkonu
spolu s pamětí
• Životnost - šance na výpadek indexu je podstatným problémem v porovnání s tra-
diční databází
V době psaní této práce je verze 2.1 označena jako stabilní. Některé body s tohoto
seznamu byli ošetřeny, jiné ale přetrvávají, jmenovitě transakce, životnost a náročnost
na výkon. Životnost je sice spojena s ošetřením prostřednictvím replik, ale tato zbytečná
režie je náročnější než u klasických databází. Navíc spolehlivostí jsou NoSQL databáze
pořád za tradičními SQL databázemi, jak to vyplývá i z předcházející části o databázích.
Toto je dostatečný důvod na to, proč nezvolit ElasticSearch jako náhradu za klasickou
databázi. Dají se najít mnohé řešení, které jsou realizovány podobně jako tento návrh, tj.
postavit ElasticSearch jako úroveň za hlavní databází. Existují tak sice dvě báze dat, ale
výsledek má pořád velké výhody, i přes oddělené data (znalostní báze).
Propojení na komunikační úrovni mezi hlavní databází a ElasticSearchem je realizo-
váno prostřednictvím služby, která je implementována na backendu a je dostupná odkud-
koliv. Tvoří tak samostatný modul s některýma pravidly pro API, kontrolérem, modelem.
Propojení na datové úrovni je závislé na mapování entity v hlavní databázi na dokument
7https://blog.codecentric.de/en/2014/10/transactions-elasticsearch/
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v cílovém indexu. Toto mapování využívá faktu, že i entity i dokumenty mají vždy uni-
kátní identifikátor. Entita v databázi ale není charakteru znalosti (podle znalostní báze),
ale naopak se mapuje na autora. Pokud by dokument v indexu měl reprezentující entitu
v hlavní databázi, byla by tu hrozba nekonzistence a také duplikace, která by vyžadovala
další kontroly. Z pohledu návrhu databáze by se také mohlo jednat o porušení normální
formy (i když je tato situace jiná, než když se používá pouze jedno úložiště). Namapo-
vání na uživatele umožňuje identifikovat autora, který daný záznam vytvořil. Tyto data
jsou vždy dohledána pro zobrazení na frontendu. Není potřeba ukládat detaily daného
uživatele, pouze jeho identifikátor. V rámci relační databáze bude index fungovat na způ-
sob jedné přidané tabulky a vývojář tak bude mít téměř transparentní prostředí na vývoj.
5.4.4. Administrace
Součástí každého informačního systému je administrace alespoň v některé formě od mož-
nosti přepsání zdrojových kódů až po plně oddělenou administraci s realtimovou kontrolou
funkčnosti. Podobně jako i jiné moduly v návrhu, je i administrace řešena podobným způ-
sobem. V základu je vybavena možností kontroly přístupových práv (ACL), manipulace
s uživateli a jejich daty, přiřazení do skupin a některými globálními nastavěními systému.
Jako větší modul obsahuje na straně backendu více kontrolérů a modelů a s některýma
modely jiných modulů přímo manipuluje. Administrace usnadňuje změnu nastavení sys-
tému a změnu entit. Obdoba bez administrace by musela umožňovat vzdálený přístup do
databáze a pomocí dotazů aplikovat úpravy, čím se modul administrace řadí mezi hlavní
moduly celého systému. Přístup k tomuto modulu mají pouze uživatelé, kteří jsou zařa-
zeni do skupiny administrátorů, v době nasazení se bude jednat o všechny zaměstnance
bez rozdílu.
Celý informační systém nemůže fungovat, pokud nejsou po nasazení některé esenci-
ální nastavění uloženy. Z tohoto důvodu jsou jisté hodnoty už přímo napevno uloženy v
skriptech, mimo jiné i přístupové práva administrátorů a běžných uživatelů. Toto tvoří
základ na kterém se celý systém bude dále vyvíjet. Prvky systému by měli být nadále
rychle dostupné a i když není potřeba aby byli v administraci vábivé na pohled, celý
frontend jako one-page applikaci sdílí prvky šablony. Přístup do administrace je možný
přímo přes hlavní menu ale tento přístupový bod se zobrazí pouze uživatelům, který mají
dostatečná práva - jsou ve skupině administrátorů. Pokud by se i nějaký neoprávněný uži-
vatel pokusil o přístup do této zóny, frontend ho pustit může, ale backend se svou logikou
dotaz-odpověď vrátí pouze chybu. Manipulace s administrativou je tedy zabezpečena.
5.4.5. Přihlašování, tvorba identity
Identitou se v tomto případe myslí uživatelský účet, který funguje jako alias ke skutečné
osobě. Vytváření této identity je možné pouze přes administraci, systém ani na jedné
straně nepovoluje registraci. Zamezí se tak zbytečné logice ohledem vytváření účtů, va-
lidace přes mail, tak jako to v klasických webech bývá. Není ani zamýšleno, aby se do
systému registroval libovolný cizí člověk, vždy je nutný zásah administrátorů. To im-
plikuje, že první uživatel musí být administrátor a jeho přítomnost v systému je již od
instalace. Tím způsobem může tento uživatel dále vytvářet i další identity, resp. uživatele.
71
5.4. DÍLČÍ ČÁSTI SYSTÉMU
5.4.6. Notifikace, zprávy
Systém notifikací je dobře znám i ze sociálních sítí. Jejích nasazení v informačních sys-
témech je poněkud zastaralé a často se omezuje pouze na přeposílání emailů. Trendem
v oblasti webových technologií je již několik let asynchronicita a ta se dá aplikovat i na
notifikace. V této práci je asynchronní upozornění rozděleno na dvě části - notifikace a
zprávy. Samotné notifikace se v systému přihlášeného uživatelé zobrazují bez jeho prvotní
akce a využívají se k tomu websockety, co je pokročila technologie, která se na klasický
HTTP dotaz podobá jenom navenek. Prvotní navázání spojení se snaží napodobit HTTP
hlavičku ale dále již funguje jako plně duplexní spojení umožnující obousměrný realti-
mový proud dat. Spojení navíc respektuje i cookies, takže v jisté úrovni abstrakce se dá
přes websockety přímo dotazovat na server přes API bez narušení konfidentality. Oproti
klasickému způsobu asynchronní komunikace, který tvoří dotazy na bázi XHR (obecně
AJAX dotazy) se websockety dá předejít přenášení dat, tj. zamezení opětovnému nava-
zování spojení. Spojení je tak rychlejší a logika okolo zpracování dat z komunikace je tak
podstatně jednodušší. I když je přes XHR (nebo jinými způsoby) dá docílit asynchroni-
cita, jedná se v případě komunikace směrem ze serveru o zastaralou technologii.
Pro využívaní websocketů je na úrovni frontendu služba, která je v rámci depen-
dency injection globální, je ji možné použit v jakémkoliv čase. Na úrovni backendu je
podobná služba vestavěná a dokáže simulovat klasické HTTPS dotazy a rovněž použí-
vat i asynchronní, co je funkcionalita použitého frameworku. Jako doplnění zde existuje
komponenta, která mapuje instance tohoto duplexního spojení na model uživatele. Je tak
možné selektivně odeslat zprávu zvolenému uživateli.
Notifikace je možné použít například v situaci, kdy se objeví nový komentář k danému
tématu nebo reportu. Použití však není omezeno a dají se vytvářet daleko interaktivnější
procesy, jako je například chat mezi dvěma stranami, nebo dokonce videokonference, která
dále využívá funkcionalitu WebRTC8. Z těchto dvou pokročilejších možností se uvažuje
zatím jen o implementaci chatu - zpráv.
Zprávy jsou na nejnižší úrovni složitosti pouze daty synchronně odesílanými na ser-
ver, přičemž cílový uživatel je dokáže přečíst až po vlastním dotázaní na seznam zpráv.
Po přidání asynchronicity, která je pro one-page aplikaci podstatná, je problém jenom v
doručení dané notifikace o existující nepřečtené zprávě. Notifikace musí nést i text dané
zprávy a identifikaci uživatele, který ji odeslal. Komunikací se vytváří nový kanál, přes,
který tečou informace a reálně je možné, aby se k němu připojilo i více uživatelů. Vznikne
tak chat pro více osob. Websockety takovému přístupu pouze nahrávají, ve své podstatě
jsou samotné websockety notifikace, frontend je jen musí správně provázat s dostupnými
akcemi. Funkcionalita zpráv zatím není implementována, uvažuje se s ní ale jako s reální
možností v budoucnu. Zatím se informační systém uspokojí se zprávami formou emailů,
které jsou iniciovány notifikacemi, v případě, že uživatel není v době jejich vytvoření
přihlášen do systému. Nastavení umožňují dále tyto zprávy povolovat, nebo blokovat.
Notifikace jsou zobrazeny podle konvence v pravém horním rohu formou schovávají-
cího se okna. To udržuje přehled o posledních 5 notifikacích a tyto přehledy jsou dále
8http://www.w3.org/TR/webrtc/
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propojeny na akce, které dále zobrazí pohled na konkrétní entitu, ke které notifikace při-
náleží. Jedná se tak o rychlý a efektivní systém zobrazování notifikací. Uživatel, který
notifikaci transparentně odešle, se o nic nemusí starat, funkcionalita je před ním skryta.
Pro lepší user-friendly prostředí je notifikace oznámena zvukovou zprávou v prohlížeči.
5.5. Služby třetích stran
Dílčím požadavek bylo přepojení na existující služby, které poskytují API nebo jiné způ-
soby propojení. Mezi ty hlavní lze zařadit
• Slack - nástroj na komunikaci v týmu, ideálně vhodné pro menší počet lidí
• Bitbucket - repositář pro správu verzí projektů. Při diskuzích k projektům bude
možné označit konkrétní verzi a okomentovat
• Github - stejné, ale pro privátní projekty placené
• Propojení na mail - spárování na základě poskytnuté emailové adresy
Z těchto bodů se neplánuje žádná služba vypustit, všechny potřebují běžet samo-
statně, není potřeba je kompletně integrovat v rámci informačního systému. Poslední bod
ze seznamu je implementován nejsnadněji a prakticky se jedná jenom o možnost zasílat
notifikace na email, není potřeba využívat API. Pro Slack se očekává napojení na bota9,
který bude schopen po zadání určitých příkazů přímo komunikovat s informačním systé-
mem. Pomocí předem definovaných příkazů tak bude možné vytáhnout konkrétní znalost
z báze dat, nebo přidat novou, případně odeslat odpověď k reportu. Bitbucket a Github
jako známé dostupné repositáře pro nástroje Git, nebo Svn umožňují sledovat změny na
projektech. Každá uložená změna ve formě commitů bude uložena a je možné se k ní
v rámci vývoje projektu vrátit. Obnovení funkčnosti nějakého projektu je tedy snadné
aplikovat. Github10 i Bitbucket11 poskytují API, které je vhodně dokumentované a je
tedy možné snadno implementovat požadovanou funkci. S pomocí těchto API je možné
například odkazovat v znalostní bázi části kódu, které jsou součástí commitů, což přispívá
k rychlejšímu dohledání požadovaného problému.
5.6. Instalace
Jako taková je možno celá aplikace včetně frontendu i backendu soběstačná, je možno jí
přenášet s obyčejným využitím kopírovaní. Backend ale pro svou funkcionalitu vyžaduje
interpret jazyka, na kterém běží a tím je node.js se svými moduly. Backend jako složka
obsahuje soubor package.json, který stojí za definicí projektu a také za seznamem závis-
lostí, které potřebuje pro spuštění.
9Automatický nástroj navržen určen pro nějakou práci
10https://developer.github.com/v3/
11https://confluence.atlassian.com/bitbucket/use-the-bitbucket-cloud-rest-apis-222724129.html
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Instalace se dá iniciovat terminálem a zadáním příkazu „npm installÿ a následně „npm
install sails.jsÿ, nebo i v opačném pořadí. První příkaz nainstaluje všechny potřebné zá-
vislosti a druhý nainstaluje globálně pomocný nástroj k frameworku na backendu, pro-
střednictvím kterého se dá spustit. Aplikace jako taková je postavena na jazyku node.js a
i instalací následuje konvenci. Fungování je zaručeno na hlavních operačních systémech,
je tedy přenositelná.
Instalace ElasticSearchu a databáze není předmětem této práce a hlavně v prvním
případe se dá v jistých případech přijít k problémem, proto hlavním zdrojem instalace
pro tyto části jsou oficiální návody. Konfigurace přístupu k těmto komponentám je možné
upravit před spuštěním serveru a to v dobře dohledatelných konfiguračních souborech. V
případe ElasticSearchu se jedná o IP adresu, port, název cílového indexu (který se oče-
kává již nastavěn, v opačném případe se vytvoří vlastní s původními hodnotami) a název
cílového typu (bude taky původní hodnota v případě absence konfigurace). V případě
neuvedení konfigurace k přístupu k ElasticSearchu, bude informační systém funkční, ale
funkce znalostní báze bude pozastavena. Při absenci konfigurace k hlavní databázi nebude
možné systém spustit. Požaduje se klasicky IP adresa, port, uživatelské jméno, heslo a
název cílové databázi. V případě, že databáze není naplněna tabulkami, budou vytvořeny
i s přednastavenými hodnotami.
Instalace formou krok-za-krokem není nutná, systém poběží i bez ní. Implementace této
možnosti by byla časově náročnější a hodila by se v případě, pokud by se z navrhovaného
řešení stal produkt. V cílové společnosti je možno přistupovat k hostitelskému počítači
přímo, proto je otázka nastavení konfigurace záležitostí minuty.
5.7. Nároky na provoz
5.7.1. Technické nároky na provoz
Prototyp tohoto informačního systému byl testován s node.js překladačem verze 4.x.x.
Hlavní databáze byla zvolena verze 5.6 i když se dá očekávat plná podpora pro verze 5.5
a výš. ElasticSearch se doporučuje verze 2.0 a vyšší z důvodů uvedených v příslušné části.
Hardware pro základní prototyp postačí na úrovni jednojádrového procesoru adekvát-
ních parametrů pro běžný server, jako je například Apache. Reálná spotřeba paměti dosa-
huje úroveň cca 200MB, přičemž za podstatnou část může ElasticSearch, který jako pre-
rekvizitu potřebuje Java virtuální stroj. Pevného místa na disku je potřeba kolem 1GB.
Třeba poznamenat, že s rozšiřováním znalostní báze bude potřeba dodatečně rozšířit i
místo na disku, tak i paměť. Internetová konektivita pro informační systém pro charakter
vybrané firmy postačuje na úrovni klasického domácího připojení (tj. 8Mbps), přičemž
reálně bude informační systém hostován na dedikovaném serveru, nebo na virtualizova-
ném serveru, kde se očekává kolem 100Mbps.
Pro bezproblémový chod při normálním provozu se odhaduje cca 1-2GB paměti a 2GB
HDD. Při procesoru a internetové konektivitě platí: čím výkonnější - tím lepší. Operační
systém není nutno řešit, informační systém poběží na Unixových systémech i na systé-
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mech na bázi Windows.
Pro cílovou firmu se zvažuje právě hostování na vlastním dedikovaném serveru, který
má virtualizované servery. Jeden takovýto virtualizovaný server (VPS) může mít libo-
volné parametry, co se paměti a místa na disku týče. Výpočetní výkon daný procesorem
je dělen mezi ostatní instance VPS ale i přes to poskytne výkon přesahující doporučenou
specifikaci. Místa na disku i paměti je na celém dedikovaném serveru dostatek, je proto
možné přidělit pro tento konkrétní VPS víc než dostatek prostředků. Informační systém
se dá použít i pro velké firmy, které budou mít soustavní provoz o několika tisíckách ná-
vštěvníků. Stabilita systému je zaručena stabilní verzí interpreta i frameworku, přičemž
nejkritickejší komponentou je právě ElasticSearch. I v takové firmě jsou parametry VPS
postačující a při reálné cílové firmě jsou tedy požadavky daleko nižší. Prostředky přiděleny
tedy nebudou využívány neustále, ale jenom průběžně.
V rámci provozu je samozřejmě potřebné zvážit i kontrolu chodu a to ideálně externím
skriptem (mimo aplikaci), který bude monitorovat procesy a v případě výpadku notifikuje
správce a znova spustí vypadnutej proces. Tímto se dá dosáhnout maximální dostupnost,
pokud se neuvažuje cloudové řešení, které by celý projekt výrazně prodražilo (relatívně k
samotné ceně instance VPS).
5.7.2. Finanční nároky na provoz
Při nasazení řešení na vlastní dedikovaný server se finanční nároky dají kalkulovat jen
podle poměru využívaných prostředku k celkové hodnotě prostředků. Celková cena dedi-
kovaného serveru u vybrané společnosti (konkrétně Hetzner12) je 91e, co je v přepočtu
kolem 2500Kč. Tu se již jedná o konečnou cenu a další poplatky nejsou. Při uvážení po-
měru výkonu se dá použít jenom paměť a HDD, jelikož výpočetní výkon procesoru se
přiděluje samotným operačním systémem, který VPS instance spravuje. Paměť je zde
zvažována o velikosti 2GB z celkových 64GB, místo na disku 2GB z celkových 480, co
je reálně zanedbatelné. Celkově se instance informačního systému vejde do měsíčních po-
platku o velikosti 100Kč.
Při naivním porovnání s komerčními řešeními se jedná o úsporu, která se pohybuje od
tisícek až po stovky Kč. Pokud se porovnávají náklady na vývoj, pak základ informačního
systému je vytvořen v rámci této práce, co se do nákladů nemusí přičíst. Další náklady na
vývoj, tj. rozšíření v podobě modulů a jiné funkcionality jsou díky pružnému frameworku
otázkou několika hodin na modul. Seznam všech modulů, které se mohou v budoucnu
doplňovat je v této fáze těžké odhadnout.
Pro porovnání uvádím příklad systému od firmy Kentico, která nabízí základní verzi
od 64,900Kč (spolu s jedním rokem údržby). Firma IZIO se svým produktem Standard při
konfiguraci pro 20 zařízení (které ale nezahrnuje zařízení klientů, který budou mít přístup)
a minimálním úložištěm stanovuje cenu na úrovni 1400Kč na měsíc. Jiné firmy jako je
například Altus13 nabízí řešení na míru s cenou od 5000Kč, která ale podle složitosti může
12https://www.hetzner.de
13http://www.vario.cz
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být i o řád výš. Naproti tomu je návrh podle této práce téměř funkční a všechny části se
dají v rámci firmy vlastní silou upravovat tak, aby systém přesně vyhovoval aktuálním
požadavkům. Navíc se konkrétně nedá přesně porovnávat systém od zmíněné firmy K2,
nebo IZIO, protože už i v základní konfiguraci obsahují funkcionalitu, která jsou pro spe-
cifické požadavky cílové firmy zbytečná a naopak mnohé požadované funkce je potřeba
doplnit, co způsobí další finanční nároky.
Položka Suma Poznámka
Obstarání základní verze 0kč základní verze je již k dis-
pozici pro firmu
Propojení na služby třetích
stran
5 000Kč podle složitosti může být i
víc
Nasazení 1 000Kč
Tabulka 5.2: Přehled odhadovaných jednorázových finančních nákladů
Položka Suma Poznámka
Vývoj modulů 10 000Kč podle aktuální potřeby
Měsíční poplatky 100Kč viz. text výše
Řešení chyb 10 000Kč rezerva
Zaškolení uživatelů 500Kč
Celkem 20 600Kč
Tabulka 5.3: Přehled odhadovaných ročních finančních nákladů
Suma nákladů na vývoj i řešení chyb je určena po přepočtu: počet člověkohodin *
sazba, kde sazba se dá určit ve výšce 500Kč. V tabulkách je zmíněno riziko výskytu
chyb, které si vyžádá část človekohodin, které bylo potřeba na samotný vývoj. Tento
výskyt se ale nedá odhalit předem, lze jenom počítat s rezervou, která je pro každý měsíc
stanovena na hodnotu 10 000Kč. Jedná se ale pouze o rezervu, která se nebude uplatňovat,
pokud se chyby skutečně neobjeví. Tyto ceny na vývoj jsou navíc bez dalších poplatků za
práci, jelikož vykonávající pracovníci budou přímo zaměstnáni v společnosti. Jednorázová
položka pro proces nasazení je podle zvolené sazby určena jako 2 hodinová práce, ve které
je i rezerva. Samotná instalace je proces velice jednoduchý, je ale potřeba vytvořit základní
práce, uživatele atp, co je režie navíc.
Položka zaškolení uživatelů je stanovena na spodní hranici, protože se neočekává, že
k obsluhování tohoto systému bude potřeba umět speciální znalosti, co vyplývá z charak-
teru firmy. Tato položka je navíc řazena jako roční náklady pro případ přibíraní nových
zaměstnanců, kteří nemusí být nutně technického zaměření.
Dá se očekávat, že uvedený odhad bude po nějaké době upraven a po vývoji a odladění
bude výrazně nižší.
Protože je aktuální systém v společnosti bez nákladů na používaní, nedá se při tomto
návrhu mluvit o úspoře finanční. Praktické využití a hlavně časová úspora je ale mno-
hem vyšší než u stávajícího řešení. Tyto faktory ale nedokážu vhodně přenést do finanční
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roviny. Dá se ale očekávat, že při dlouhodobém používání se bude tato výhoda jen pro-
hlubovat a výrazně přispěje k produktivitě práce.
5.8. Zavedení navrhovaného řešení
Podle východisek z kapitoly 3, se v případě vybrané firmy a konkrétního navrhovaného
řešení podstoupit libovolná strategie zavádění. Největší užitek bude být ale strategie po-
stupného nasazení. Tím způsobem se eliminuje výpadek některého zdroje dat, nakolik
se data (informace) budou přenášet postupně. Situace ve firmě je navíc v stavu, kdy se
nasazení informačního systému očekává jako doplnění do fungování celého týmu o nový
funkční celek. Existující části staré infrastruktury budou nadále funkční, jen postupně
neaktuální, až se nakonec úplně vypustí (až na výjimky, které mají pořád velký účel). V
jisté době tak budou informace na dvou místech současně, výpadek tedy nehrozí. Po jisté
době budou ostatní staré používané části kompletně vypuštěny a informační systém plně
převezme svou roli.
Další moduly v tomto návrhu budou vyvíjené na oddělené platformě formou, která
bude respektovat konkrétní plán vývoje. Nasazení takto vytvořených modulů bude pro-
bíhat nárazovou strategií zavedení. To si bude vyžadovat nutný restart systému, s cílem
načíst nové moduly. Očekává se, že díky testování na replikované databázi nebudou pří-
tomny žádné chyby, které by ohrozili funkčnost.
5.8.1. Rizika
Při implementaci tohoto návrhu se musí uvažovat i o možných rizikách. Samotný návrh
následuje standardy pro vývoj podobných systémů ale stejně jako při jiných systémech je
nutno být obezřetný a počítat s riziky, které jsou všudypřítomné. Při informačním sys-
tému v této firmě je nejhorší možná situace, která může nastat, spojena s únikem dat.
Může jít o náhodného útočníka ale i o cílený útok, zvenčí nebo i zevnitř. Samozřejmostí je
proto použití platného certifikátu podepsaného certifikační autoritou, který umožní apli-
kovat šifrovaný protokol pro spojení s informačním systémem. Další samozřejmost souvisí
se zabezpečením serveru, tzn. přístupů ale také služeb, které na něm běží. Jde hlavně
o databázi a ElasticSearch. Tyto báze budou obsahovat citlivá data a není akceptova-
telné, aby se neopatrností dostali do rukou někoho nepovolaného. Toto by mělo být vše
v kompetenci systémového administrátora, který musí jednak zabezpečit přistup a dále
optimálně omezit funkčnost zmiňovaných služeb jen ze strany serveru.
Další řada rizik je spojená s programovým řešením jednotlivých částí a hlavně pod-
porou ACL, na kterém stojí celá bezpečnost uvnitř systému. Je potřeba zamezit přístupu
nepovolaných návštěvníků, zabezpečit vstupy a výstupy a mnohé další věci, kterých bude
s časem jen přibývat. Jiný typ rizik je spojen s použitými nástroji, hlavně frameworky,
které se pořád vyvíjejí a vzniká tak riziko nedostatečné kompatibility. Těmto rizikům se
dá zčásti zamezit vytvářením testů. Při každé iteraci vývoje bude potřebné tyto testy
používat ještě před nasazením na ostrou verzi.
Ostatní rizika související se zaváděním, jsou uvedeny ve 3. části
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5.9. Přínosy navrhovaného řešení
Je celkově nemožné odhadnout všechny přínosy, přímé i nepřímé a navíc, pokud je infor-
mační systém pouze v návrhu. Opět se i v této sekci opírám o odhad. Necharakterizuji
toto jako metriky z hlediska měkkých nebo tvrdých, nýbrž používám dělení na finanční,
nefinanční, kvantitativní, kvalitativní, krátkodobé a dlouhodobé.
Typ Položka Poznámka
Finanční
snížení nákladů vztahuje se k alternativním
řešením
vlastnění vlastního infor-
mačního systému
dá se také použít jako sa-
mostatný produkt a rozšířit
portfólio
možnost modifikace bez da-
lších nákladů mimo firmu
Nefinanční
úspora času zefektivnění některých opa-
kujících se úkonů
zkrácení dobry reportingu interně ve firmě i při repor-
tingu ze strany klientů
rychlý další vývoj znalost systému umožní
rychlé úpravy
Kvantitativní
růst produktivity práce na
zaměstnance
měřeno například přida-
nou hodnotou na zaměst-
nance/časové období
Kvalitativní
dosahování cílů při projek-
tech, označování stavů při
reportingu
přiřazení hodnoty k stavu
Krátkodobé
sjednocení/propojení aktu-
álních služeb
pokles nákladů
zlepšení organizace
Dlouhodobé
prohloubení krátkodobých
metrik
rozšíření funkčnosti, pod-
pora nových procesů v spo-
lečnosti
Tabulka 5.4: Přehled finančních nároku na navrhovaný systém
Jako další metriky, které se ale již vztahují na porovnání s jiným řešením, se dají
zhodnotit například počet možných připojených zařízení, nebo kapacita HDD, velikost
databáze, šifrování atp. Tyto metriky neuvádím, protože jsou při aplikování tohoto ná-
vrhu jen na společnosti, zda si poupraví některé parametry nebo přidá funkcionalitu, je to
plně volitelné. Systém, který bude implementován podle tohoto návrhu bude pro praktické
použití dostatečně stabilní, bude zvládat velkou návštěvnost daleko přesahující nutné pa-
rametry a díky použitým komponentům bude doba odezvy pro většinu operací také velice
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nízká.
Na druhou stranu, pokud se objeví výpadky systému, v tomto návrhu za to nese
odpovědnost zvolená osoba a je to její povinnost aby se problém odstranil. Jako metrika
se tedy dá uvést i počet hodin podpory, která bude v případě tohoto návrhu klidně i na
úrovni pracovní doby podle závažnosti.
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6. Závěr
Práce se zabývá analýzou vybrané společnosti, která je doplněna samotným návrhem
možného řešení, které bude pro tuto firmu nejvíc vhodné. Stanovené cíle byly splněny a
jsou patřičně okomentovány v dílčích sekcích. První část práce se věnovala teoretickým
základům, které je vhodné poznat před samotnou analýzou. Využívala známé modely pro
analýzu podniku a taktéž analýzu podniku v kontextu informačního systému. Analýza
představila vybranou společnost, ozřejmila základní strukturu a dále popsala používanou
infrastrukturu IS/ICT, která je v době této práce použita. Z charakteru firmy vyplývá,
že tato infrastruktura je pouze dočasná a její použití je omezené a pro další postup firmy
je nevyhovující. Modely v dalších subsekcích tuto skutečnost potvrdily a stanovily další
poznatky.
SWOT analýza poukázala na možné hrozby a příležitosti podle silných a slabých strá-
nek společnosti a v jejím závěru byly formulovány strategie vycházející z této analýzy.
Analýza zhodnotila jako hlavní problém právě financování, které je potřebné vyřešit pro-
střednictvím vlastích nebo cizích zdrojů. Další rozvoj firmy bude s dostatečnými financemi
lehce dosažitelný, což bude vyžadovat úpravu struktury společnosti a vytvoření lepší hie-
rarchie zaměstnanců. Na SWOT analýzu jsem v práci navázal pomocí VRIO frameworku.
Ta doplňuje předchozí analýzu z pohledu možné konkurenční výhody. Ty byly nakonec
identifikovány dvě, a to jmenovitě lokalita (prostředí) a know-how. VRIO analýza nebyla
použita jako vyčerpávající, ale jenom na doplnění. Z jejího závěru lze určit, že konkurenční
výhoda know-how může být přímo podporována vizí informačního systému.
Další analýza McKinsey 7s se věnovala analýze 7 klíčových faktorů a jejich vzájemné
interakci. Pro optimální fungování firmy je vhodné, aby tyto interakce byly funkční a
aby se faktory vzájemně podporovaly. Analýza byla aplikována na situaci kolem inovace
informačního systému. Výsledky ale nejsou příliš uplatnitelné, byly identifikovány pouze
faktory, které jsou stabilní a které kritické. Podle této analýzy lze jen konstatovat, že
současný stav informačního systému je nevyhovující, a odstraněním tohoto problému lze
docílit více stabilní společnost.
Z pohledů externích faktorů jsem dále použil model SLEPT, což je model PEST,
doplněný o legislativní faktory. Tato analýza pouze identifikovala faktory externí. Podle
zjištění tyto faktory nemají na informační systém přímý dopad kromě extrémních situací.
Další dvě dílčí analýzy se přímo aplikovaly na problematiku informačního systému.
Porterův model uvedl pět základních oblastí a jejich vztah s informačním systémem obecně
se závěrem, že informační systém má pro společnost význam i z pohledu konkurenčních
vztahů. HOS8 analýza dále hodnotila aktuální systém. Výsledky, které z této analýzy
byly získány, vytvářejí značnou potřebu inovace v oblasti Software, Orgware, Dodavatelé
a Zákazníci.
Vlastní návrh řešení byl postaven na poznatcích z analýzy a formuloval systém, který
by byl vhodný pro danou společnost. Nakolik byly poznatky z analýz doplněny i vlastními
funkčními požadavky přímo ze strany firmy, rozhodlo se o vlastním návrhu celého infor-
mačního systému. Praktická část popisuje jednotlivé oblasti implementace tohoto návrhu,
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počínaje databází a konče UI elementy. Výhody tohoto řešení jsou porovnány s jinými
existujícími produkty včetně technických a finančních nároků. Tyto hodnoty poukázaly
na značnou finanční úsporu a velké možnosti rozšíření, které byly z hlediska vlastních
požadavků ze strany společnosti prioritní.
Lze tedy předpokládat, že při aplikaci vytvořeného návrhu budou potřebné procesy ve
firmě podporovány, a pro další rozvoj firmy bude informační systém dostatečně pružný,
aby dokázal reagovat na nové požadavky a jiné procesy.
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7. Seznam použitých zkratek a
symbolů
IT Informační Technologie
IS Informační systém
IS/ICT, IS/IT Zastřešující pojem nad informačnim systémem. Součástí jsou všechny
aplikační a komunikační nástroje podílející se na infrastruktuře
ACL Access Control List - nástroj/struktura na kontrolu práv v některém
systému
CRM Customer Relationship Management - systém pro správu zákazníků
VPS Virtual Private Server - Typ hostingu, který se virtuálně tváří jako
samostatný server
SAAS, IAAS, PAAS
Software As A Service, Infrastructure As A Service, Platform As A
Service - cloudové řešení, které se zabívají samotným softwarem, in-
frastrukturou a platformou respektivě
ACID Akronym pro vlastnosti databáze značící atomicitu, konzistenci, izo-
laci a trvanlivost dat
SQL Structured Query Language - jazyk na dotazování pro určité typy
databáz
RAID Akronym vícenásobné pole nezávislých disků je označení zapojení dis-
kových polí, které poskytuje vyšší výkon a odolnost vůči chybám
DBMS Akronym pro systém řízení báze dat
API Akronym pro Application Programming Interface - aplikační progra-
mové rozhraní
REST Akronym pro Representational State Transfer - styl architektury pro
síťovou komunikaci
CRUD Akronym pro základní matici dotazů přes REST rozhraní
CSS Kaskádové styly používány jako definice stylů hlavně webových strá-
nek
HTML Značkovací jazyk pro webové stránky
DOM Akronym pro Document Object Model, slouží pro reprezentaci a in-
terakci s objekty generované přes HTML
WYSIWYG Akronym značící editor, který umožňuje psaní formátovaného obsahu
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