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Naslov: Zasnova modela za evalvacijo elementov oblacˇnih platform
Oblacˇne platforme so trenutno zelo aktualna tematika v racˇunalniˇstvu.
Ker je podrocˇje oblacˇnih platform relativno novo, podjetja pogosto nimajo
jasno izoblikovanega pogleda na to, kako razlicˇni delezˇniki (npr. uporab-
niki, razvijalci, vodstvo) gledajo na razlicˇne karakteristike oblacˇnih platform
(npr. varnost, zanesljivost, razpolozˇljivost, prilagodljivost). Ker so lastnosti
oblacˇne platforme razlicˇno pomembne za razlicˇne elemente informacijske
resˇitve v oblaku, smo v magistrskem delu izdelali model, ki je namenjen ocen-
jevanju elementov oblacˇne platforme. Predlagani model ocenjuje posamezne
elemente s treh vidikov: tehnolosˇkega, uporabniˇskega in vodstvenega. Z
modelom zlahka prepoznamo kriticˇne elemente, ki niso ustrezni. Na pod-
lagi rezultatov lahko tudi oblikujemo priporocˇila za izboljˇsave. V okviru
predlaganega modela smo razvili tri razlicˇne tipe vprasˇalnikov, ki omogocˇajo
vrednotenje elementov oblaka z omenjenih treh vidikov. Nasˇ model je bil
preizkusˇen na primeru informacijske resˇitve v oblaku, ki jo razvija slovensko
podjetje. Rezultati uporabe modela v praksi so potrdili njegovo koristnost in
vodstvu izbranega podjetja omogocˇili izboljˇsanje njihovih odlocˇitev v zvezi z
ocenjevano informacijsko resˇitvijo v oblaku.
Kljucˇne besede: evalvacija, metodologija, oblaki, sˇtudija primera, model.

Abstract
Title: Design of the model for evaluation of cloud platform elements
Cloud computing is currently a very relevant topic in computer science.
Since the cloud computing area is relatively new, companies often don’t have
a clear view of how different stakeholders (e.g. users, developers, managers)
perceive the different characteristics of cloud platforms (e.g. security, relia-
bility, availability, scalability). Since the characteristics of cloud platforms
are of varying importance for different elements of the cloud information
solution, we created a model, which evaluates cloud elements from three
different aspects: technological, user and managerial. With this model, in-
adequate elements are easily recognized. Considering the results, we draw
up the recommendations on improvements. Within the proposed model, we
produced the three different types of a questionnaire enabling evaluation of
the elements of the cloud, taking these three aspects into account. Our model
was also tested on a case of cloud solution, which is being developed by a
Slovenian company. The results of the use of the model in practice con-
firmed its usefulness, thereby facilitating the improvement of their decisions
regarding the evaluated cloud information solution.




Oblacˇno racˇunalniˇstvo je zˇe nekaj let ena kljucˇnih tematik v racˇunalniˇstvu.
Pojem oblacˇnega racˇunalniˇstva se je populariziral leta 2006 in izvira iz vzpo-
rednega, porazdeljenega in mrezˇnega racˇunalniˇstva. Glavna ideja racˇunaln-
iˇstva v oblaku je uporabnikom ponuditi centralni repozitorij racˇunalniˇskih
virov, ki so povezani v mrezˇo in ponujajo storitve infrastrukture, platform
in programske opreme. Racˇunalniˇstvo v oblaku dovoljuje uporabniku di-
namicˇno dodeljevanje strojne opreme, programske opreme in podatkovnih
virov glede na dejansko porabo. To pomeni, da lahko racˇunalniˇsko mocˇ ku-
pimo oziroma prodamo na trgu podobno kot vodo, plin ali elektricˇno energijo
[9].
Oblacˇno racˇunalniˇstvo podjetjem nudi sˇtevilne prednosti, in sicer A. Sha-
meli-Sendi in M. Cheriet [3] navajata naslednje: storitve na zahtevo, do vi-
rov lahko dostopamo kjerkoli, zdruzˇevanje virov in elasticˇnost (spreminjanje
zmogljivosti in kapacitete virtualiziranih strezˇnikov brez prekinitve delova-
nja). D. C. Chou [4] v svoji raziskavi izpostavi sˇe nekatere druge: nizˇji strosˇki
(placˇilo glede na porabo, nizki strosˇki obnavljanja podatkov), enostavna upo-
raba, prilagodljivost (hitrejˇsi odziv sistema oblaka na spremembe v okolju)
in udobje. Raziskava S. Subashini in V. Kavitha [12] dodaja sˇe naslednje
prednosti: hitra namestitev, hitra rezervacija sredstev, vecˇja odpornost in
zasˇcˇita pred napadi, hramba podatkov, varnostni nadzor na zahtevo, zazna-
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vanje spreminjanja sistema v realnem cˇasu in hitra rekonstrukcija storitev.
Zaradi omenjenih prednosti se vse vecˇ podjetij odlocˇa za prehod na oblacˇno
platformo, pri cˇemer pridobijo predvsem zagonska, mala in srednja podjetja,
saj lahko z manjˇsimi vlozˇki celotno infrastrukturo postavijo kar na oblacˇni
platformi. Prav tako jim ni treba skrbeti glede namestitev, vzdrzˇevanja in
posodabljanja sistemov, saj za vse to poskrbi ponudnik storitev racˇunalniˇstva
v oblaku.
Seveda imajo oblacˇne platforme tudi svoje pomanjkljivosti. Cˇeprav raz-
iskave [11, 14, 19] kazˇejo, da sistemi v oblacˇnih platformah pri privzetih
nastavitvah v povprecˇju zagotavljajo viˇsjo stopnjo varnosti od sistemov,
namesˇcˇenih na lastnih strezˇnikih, se je treba pri oblacˇnih platformah zavedati
novih varnostnih tveganj, do katerih pri lokalno namesˇcˇenih sistemih ne pri-
haja ali pa so bistveno manjˇsa. Podatki v oblakih so tako bolj izpostavljeni
vdorom.
Na podrocˇju oblacˇnega racˇunalniˇstva obstaja veliko raziskav, ki se ukvar-
jajo z dolocˇenimi karakteristikami oblaka, kot so zmogljivost, zanesljivost,
varnost ali zasebnost. Raziskave so navadno usmerjene na le en vidik proucˇe-
vanja, in sicer tehnolosˇki, uporabniˇski ali vodstveni vidik. Ker na podlagi
pregleda obstojecˇih raziskav s tega podrocˇja ugotavljamo, da do sedaj ni bila
izvedena nobena raziskava, ki bi hkrati zajela vse tri omenjene vidike, smo
se v okviru magistrskega dela odlocˇili izdelati model za ocenjevanje elemen-
tov oblaka, ki bo ocenjeval elemente z vseh treh omenjenih vidikov hkrati.
Nasˇ model temelji na sorodnih modelih za ocenjevanje informacijskih siste-
mov in jih razsˇirja za nasˇe potrebe ocenjevanja elementov oblaka. Najprej
smo na podlagi literature identificirali kljucˇne karakteristike oblaka za vse tri
preucˇevane vidike. Nato smo zasnovali model za evalvacijo, s katerim smo
ocenjevali elemente oblaka z vseh treh vidikov hkrati. Predlagani model smo
preizkusili v izbranem slovenskem podjetju.
Delo poleg uvoda sestavlja sˇe pet poglavij. V drugem poglavju oprede-
limo pojem oblacˇnega racˇunalniˇstva ter podamo pregled obstojecˇih raziskav
na tem podrocˇju. V tretjem poglavju pregledamo sorodne modele za oce-
3njevanje informacijskih sistemov in modele za ocenjevanje procesov razvoja
informacijskih sistemov. V cˇetrtem poglavju opiˇsemo predlagani model za
ocenjevanje ter vse karakteristike, ki smo jih definirali. Prav tako opiˇsemo
zgradbo modela, uporabljene vidike modela ter postopek uporabe modela.
V petem poglavju predstavimo sˇtudijo primera, opravljeno v podjetju, ki
se ukvarja z razvojem tehnolosˇkih resˇitev za druga podjetja. S predlaga-
nim modelom smo ocenili njihov sistem, katerega elementi so zasnovani na
oblacˇni platformi. V tem poglavju so rezultati podrobno predstavljeni in
komentirani. Predstavljen je tudi odziv vodstva podjetja v zvezi z uporab-
nostjo omenjenih rezultatov. V sˇestem poglavju podamo sklepne ugotovitve
in opiˇsemo mozˇne predloge za nadaljnje delo.
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Poglavje 2
Racˇunalniˇstvo v oblaku
2.1 Opredelitev pojma racˇunalniˇstvo v oblaku
Po uradni definiciji Nacionalnega insˇtituta za standarde in tehnologijo (ang.
National Institute of Standards and Technology) je racˇunalniˇstvo v oblaku
model, ki preko omrezˇja omogocˇa dostop na zahtevo do deljene skupine
racˇunalniˇskih virov (na primer do omrezˇja, strezˇnikov, podatkovnih centrov,
aplikacij in storitev). Ponudniki storitev lahko te vire hitro omogocˇijo ozi-
roma sprostijo z minimalnim upravljanjem ali interakcijo [2].
Podjetja se danes namesto za nakup strojne opreme pogosteje odlocˇajo
za nakup oblacˇnih storitev. Prednost racˇunalniˇstva v oblaku predstavlja
povecˇana zmogljivost le, ko jo potrebujejo (on-demand model), placˇajo pa le
toliko, kot potrebujejo (pay-as-you-go model) [20].
Wikipedija opredeljuje racˇunalniˇstvo v oblaku kot slog racˇunalniˇstva, pri
katerem so dinamicˇno razsˇirljiva in pogosto virtualizirana racˇunalniˇska sred-
stva na voljo kot storitev preko interneta [1].
Glavne znacˇilnosti oblaka so [2]:
• samostojne storitve na zahtevo - uporabnik si lahko sam zagotovi
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Racˇunalniˇstvo v oblaku je sestavljeno iz treh storitvenih modelov, ki so
podrobneje opisani v nadaljevanju [2].
• Programska oprema kot storitev
Programska oprema kot storitev je model, pri katerem ponudnik upo-
rabniku nudi celotno programsko opremo v oblacˇni infrastrukturi. Upo-
rabnik lahko do programske opreme dostopa z razlicˇnih odjemalcev in
naprav, na primer brskalnika ali programskega vmesnika. Uporabnik
ne upravlja in ne nadzoruje infrastrukture, omrezˇja, strezˇnikov, opera-
cijskega sistema in hrambe podatkov.
• Platforma kot storitev
Platforma kot storitev ponuja platformo, v kateri lahko uporabniku raz-
vija, zaganja ali upravlja programsko opremo. To programsko opremo
lahko razvije s pomocˇjo programskih jezikov, knjizˇic, storitev ali oro-
dij, ki jih ponuja ponudnik oblacˇnih storitev. Uporabnik lahko tudi
prenese svoje ali druge aplikacije v oblacˇno infrastrukturo. Uporabnik
ne upravlja in ne nadzira infrastrukture, strezˇnikov, omrezˇja, opera-
cijskega sistema in hrambe podatkov, ima pa nadzor nad prenesenimi
aplikacijami in mozˇnostjo nastavitev konfiguracij gostovanja aplikacij.
• Infrastruktura kot storitev
Infrastruktura kot storitev nudi uporabniku prostor za hrambo podat-
kov in racˇunsko zmogljivost. Uporabnik lahko namesˇcˇa in izvaja po-
ljubno programsko opremo, vkljucˇno z operacijskim sistemom in aplika-
cijami. Ne more upravljati ali nadzorovati infrastrukture oblaka, ima
pa nadzor nad operacijskim sistemom, hrambo podatkov in v oblak
prenesenimi aplikacijami. Mozˇen je tudi omejen nadzor nad kompo-
nentami omrezˇja (na primer pozˇarni zid).
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2.2 Vrste oblakov
Glede na namestitev modelov delimo oblake na sˇtiri vrste [2].
• Zasebni oblak
Uporablja ga ena organizacija z vecˇ uporabniki. Oblak je lahko v lasti
te organizacije ali tretje osebe, mozˇna pa je tudi kombinacija obojega.
Zasebni oblak je lahko znotraj ali zunaj poslovnih prostorov organiza-
cije.
• Oblak skupnosti
Uporablja ga vecˇ organizacij s skupnimi potrebami in interesi. Oblak
je lahko v lasti ene ali vecˇ organizacij ali v lasti tretje osebe, mozˇna
je tudi kombinacija obojega. Tudi oblak skupnosti je lahko znotraj ali
zunaj poslovnih prostorov teh organizacij.
• Javni oblak
Oblak te vrste je odprt za uporabo sˇirsˇe javnosti. Javni oblak je v
prostorih ponudnika oblaka.
• Hibridni oblak
Hibridni oblak je sestavljen iz dveh ali vecˇ razlicˇnih infrastruktur obla-
kov (zasebnega, javnega ali oblaka skupnosti), ki vseeno ostanejo samo-
stojne enote, povezane skupaj s standardno ali lastniˇsko tehnologijo, ki
omogocˇa prenosljivost podatkov in aplikacij.
2.3 Pregled obstojecˇih raziskav na podrocˇju
evalvacije oblacˇnega racˇunalniˇstva
2.3.1 Kratek pregled
Na podrocˇju racˇunalniˇstva v oblaku obstaja vrsta raziskav, ki se ukvarjajo
z ocenjevanjem razlicˇnih vidikov oblaka. V podpoglavju 2.3.2 opiˇsemo raz-
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iskave [3, 4, 7, 9, 10, 11, 12, 17, 19, 21, 38, 40], ki so proucˇevale varnost v
oblacˇnem racˇunalniˇstvu. Z zasebnostjo v oblaku so se ukvarjale raziskave
[11, 12, 13, 14, 19, 23], ki jih opiˇsemo v podpoglavju 2.3.3. V raziskavi [24]
sta avtorja raziskovala zanesljivost strojne opreme. Tudi raziskavi [19, 20]
poudarjata karakteristiko zanesljivosti. Podrobneje je zanesljivost opisana v
podpoglavju 2.3.3. Zmogljivost opisano v podpoglavju 2.3.5, so proucˇevale
raziskave [5, 8, 15, 16], pomembnost razpolozˇljivosti v oblacˇnih platformah
pa so poudarili v raziskavi [17, 18, 46]. Razpolozˇljivost opiˇsemo v podpo-
glavju 2.3.8. Pomen prilagodljivosti opisujejo raziskave [22, 41, 42], ki so
podrobneje opisane v podpoglavju 2.3.6. Z raziskavo o celovitosti pa so se
ukvarjali avtorji v raziskavi [43, 44, 45]. Celovitost podrobneje opiˇsemo v
podpoglavju 2.3.7.
2.3.2 Varnost
M. Zhou, R. Zhang, W. Xie, W. Qian in A. Zhou (2010) [11] so se v svoji raz-
iskavi ukvarjali z tveganji povezanimi z varnostjo in zasebnostjo. V raziskavi
so preucˇili vecˇ razlicˇnih oblacˇnih sistemov ponudnikov in ugotavljali more-
bitne tezˇave. Izpostavili so pet razlicˇnih dejavnikov, ki vplivajo na varnost:
razpolozˇljivost, celovitost, zasebnost, kontrola in revizija. Izpostavili so tudi
dva dejavnika, ki vplivata na zasebnost - pravna vprasˇanja in lokacija. Poleg
tega so avtorji na podlagi raziskave IDC [6], izvedene leta 2008, ugotovili, da
so uporabniki v zvezi z vpeljavo oblacˇne platforme najpogosteje zaskrbljeni
glede varnosti poslovnih podatkov, saj le-te zaupamo tretji osebi.
Tudi S. Subashini in V. Kavitha (2011) [12], ki oblacˇno racˇunalniˇstvo ra-
zumeta kot nacˇin, kako povecˇati kapacitete brez vecˇjih nalozˇb v novo infra-
strukturo, izobrazˇevanja novih oseb ali licenciranja nove programske opreme,
sta prav tako raziskovala omenjena tveganja varnosti in zasebnosti. Av-
torja izpostavljata, da sta varnost in zasebnost glavna vzroka, da se oblacˇno
racˇunalniˇstvo ne razvija hitreje. Programska oprema in baze se selijo v velike
podatkovne centre v oblacˇnem racˇunalniˇstvu, ostaja pa problem zaupanja v
upravljanje s podatki in storitvami. Med varnostne tezˇave spadajo lahko
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dostopne ranljivosti, ranljivosti virtualizacije in ranljivosti spletnih aplika-
cij. Prav tako se pojavljajo dvomi glede fizicˇnega in kontrolnega dostopa
do podatkov ter problemi, povezani z identifikacijo, upravljanjem poverilnic,
s preverjanjem podatkov, spreminjanjem podatkov, integriteto, zasebnostjo,
izgubo in krajo podatkov ter problemi z identifikacijo naprave. Raziskavo sta
usmerila v izdelavo ogrodja, s katerim bi se spopadla z omenjenimi tezˇavami
in zagotovila prakticˇno resˇitev. Avtorja sta tudi opredelila varnostne tezˇave
v modelih storitev: programska oprema kot storitev (SaaS), platforma kot
storitev (PaaS) in infrastruktura kot storitev (IaaS). Veliko uporabnikov ni
zadovoljnih z modelom SaaS, saj ne vedo, kje so njihovi podatki shranjeni,
in ali so varni. Uporabnik modela SaaS je odvisen od ponudnika, ki zagota-
vlja varnost in zasebnost. Pomembno pa je tudi, da uporabniki ne pridobijo
podatkov drugih uporabnikov, ki prav tako ne vedo, ali so varnostni ukrepi
vzpostavljeni in ali bodo aplikacije dosegljive, ko jih bodo potrebovali. Pri
modelu IaaS mora uporabnik sam poskrbeti za varnost podatkov, ki so shra-
njeni na njegovi strojni opremi, zato je posledicˇno prednost tega modela
boljˇsi vpogled uporabnika v varnost. Naloga ponudnika je zagotoviti ustre-
zno revizijo, s katero uporabnik spremlja, ali je ustrezno zagotovljena fizicˇna
varnost in varnost virtualizacije. PaaS ponuja platformo kot storitev, in sicer
namestitev aplikacij v oblak brez strosˇkov in kompleksnega nakupa ter upra-
vljanja strojne ali programske opreme. Slaba stran tega modela je mozˇnost
zlorabe oblacˇne platforme za nalozˇitev zlonamerne programske opreme, ki je
lahko skrita v aplikacijah. Razvijalcem zato ni treba skrbeti za varnost infra-
strukture (preprecˇitev zlorabe omrezˇja), saj za to poskrbi ponudnik. Morajo
pa poskrbeti za varnost svoje kode, ker to predstavlja ranljivost sistema.
Z varnostnimi tezˇavami so se poleg omenjenih avtorjev [11, 12] ukvarjali
tudi D. Sun, G. Chang, L. Sun in X. Wang (2011) [21], ki ugotavljajo, da
racˇunalniˇstvo v oblaku v zadnjem cˇasu dobiva ogromno zagona, po drugi
strani pa izpostavljajo, da tveganje varnosti pri tem predstavlja eno najvecˇjih
pomanjkljivosti. Problem nastane, ker ima oblacˇni strezˇnik fizicˇen nadzor
nad podatki, ki jih je mocˇ povezati z identiteto uporabnika. Prav tako obstaja
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mozˇnost izgube ali kraje podatkov, spreminjanja podatkov ali zasebnosti
podatkov.
Naslednji avtorji, ki so se posvetili omenjenim tveganjem, so J. Che, Y.
Duan, T. Zhang in J. Fan (2011) [9]. V svoji sˇtudiji so preucˇili obstojecˇe pri-
ljubljene varnostne modele in strategije oblacˇnega racˇunalniˇstva. Eden izmed
takih varnostnih modelov je vecˇnajemniˇski model, ki omogocˇa, da lahko vecˇ
uporabnikov hkrati uporablja iste vire, ki obicˇajno tecˇejo na enem fizicˇnem
strezˇniku. Z vecˇ virtualnimi napravami na enem fizicˇnem strezˇniku pridobimo
deljenje racˇunalniˇskih virov, kot so procesor, spomin, hramba podatkov in
vhodno-izhodne naprave med razlicˇnimi uporabniˇskimi aplikacijami. Pred-
nost gostitve razlicˇnih uporabniˇskih aplikacij v razlicˇnih virtualnih napravah
pa ponuja mozˇnost izolacije virusov, napak in mozˇnih vdorov iz ostalih vir-
tualnih naprav. V primeru zlonamernih aplikacij se zmanjˇsa tudi sˇkoda.
Vecˇnajemniˇski model z virtualizacijo uporabniku tako zagotavlja zahteve po
varnosti, izolaciji podatkov (poslovni podatki vecˇ uporabnikov ne posegajo
med seboj), razdrobljenosti in upravljanju. Lastnosti vecˇnajemniˇskega mo-
dela so sˇe: razsˇirljiva arhitektura (vecˇnajemniˇski model zagotavlja osnovno
ogrodje, ki ga je mogocˇe po potrebi prilagoditi), samostojna konfiguracija
(oblak podpira uporabnikove lastne konfiguracije) in zmogljivost prilagajanja
(oblak podpira uporabnikove zahteve zmogljivosti pod razlicˇnimi obremeni-
tvami).
Avtorji T. Dillon, C. Wu in E. Chang (2010) [17] so spoznali, da oblacˇno
racˇunalniˇstvo cˇaka veliko izzivov, preden ga bodo organizacije sˇirsˇe spre-
jele. Glede na raziskavo IDC (2008) najvecˇjo oviro pri vpeljavi oblacˇnega
racˇunalniˇstva predstavlja vprasˇanje varnosti (varnostni problemi, izguba po-
datkov, lazˇno predstavljanje, napadi hekerjev v oblaku . . . ), sledita pa mu
zmogljivost in razpolozˇljivost. V nasprotju z raziskavo [9], ki omenja pred-
nosti vecˇnajemniˇskega modela, so omenjeni avtorji izpostavili pomanjkljivo-
sti tega modela, in sicer ugotavljajo, da lahko uporabniki na oblacˇni plat-
formi povzrocˇijo zlonamerno rabo skupnih virov, omenjajo pa tudi tezˇave pri
zaracˇunavanju storitev. Zaradi elasticˇnega bazena virov je analiza strosˇkov
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kompleksnejˇsa in se zaracˇuna na podlagi izbranih opcij in ne na podlagi
meritev porabe.
V nasprotju z vecˇnajemniˇskim modelom, ki je predstavljen v raziskavi
[9, 17], avtorji O. Rebollo, D. Mellado, E. Ferna´ndez-Medina in H. Mou-
ratidis (2013) [7] predlagajo, da se prehod na oblacˇno platformo olajˇsa z
ogrodjem ISG Cloud. Ker se je v zadnjih letih povecˇala uporaba oblacˇnih
storitev, posledicˇno pa so uporabniki z novo tehnologijo izpostavljeni novim
tveganjem, saj podjetje izgubi nadzor nad informacijskimi viri, so omenjeni
avtorji izvedli empiricˇno evalvacijo vpeljave varnostnega ogrodja v oblacˇnem
racˇunalniˇstvu. Razvili so formalni proces, ki omogocˇa organizacijam, da se
med vpeljavo oblacˇnega racˇunalniˇstva drzˇijo ogrodja ISG Cloud, ki se drzˇi
varnostnih smernic in standardov ter s tem zagotavlja varnost. Tako ogrodje
lahko vpelje katerakoli organizacija. Njihova evalvacija zajema sˇtudijo pri-
mera prenosa varnostnega ogrodja v sˇpanski javni organizaciji, ki uporablja
storitev oblacˇne shrambe v oblacˇnem racˇunalniˇstvu. Pri tveganju varno-
sti so morali uposˇtevati: identifikacijo (identifikacija uporabnika, upravlja-
nje potrdil uporabnika), zasebnost (izolacija podatkov, anonimnost), celovi-
tost (upravljanje naprave na daljavo, varnostno kopiranje), razpolozˇljivost
(obnavljanje podatkov, odpornost na napake, lokacija podatkov), pregle-
dnost (porocˇanje o incidentih, nadzor podatkov, interoperabilnost storitev)
in mozˇnost revizije (kritje, neodvisnost preverjanja).
S problemom varnosti sta se ukvarjala tudi Shameli-Sendi in M. Cheriet
(2014) [3] in sicer sta ustvarila model, ki podaja oceno tveganja varnostnih
tezˇav. Poudarjata, da cˇeprav prinasˇa oblacˇno racˇunalniˇstvo sˇtevilne predno-
sti za podjetja, se po drugi strani srecˇujejo z novimi varnostnimi tezˇavami,
ki otezˇijo oceno tveganja. Obstojecˇi standardi za oceno tveganja ne veljajo
za oblacˇno platformo. Cˇeprav obstaja nekaj varnostnih kontrol in pravil
za oblacˇno racˇunalniˇstvo, bi vseeno potrebovali ogrodje s splosˇnim modelom
ocene tveganja, zato predlagata ogrodje, s pomocˇjo katerega bi ocenili varno-
stne tezˇave, povezane z oblacˇnimi platformami. Uporabnik oziroma ponudnik
oblacˇne platforme bi imel s tem modelom celovit kvantitativni, ponavljajocˇ se
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in postopen pristop za ocenitev ter upravljanje oblacˇnih varnostnih tveganj.
Avtorji V. Kumar, N. Rajkumar, K. Kishorekumar in N. K. Senthilkumar
(2014) [38] ugotavljajo, da je varnost odvisna tudi od drugih dejavnikov, in
sicer od celovitosti, preverjanja pristnosti in zasebnosti. Omenjeni avtorji so
zato raziskali glavne varnostne grozˇnje v oblacˇnem racˇunalniˇstvu in tehnike
preprecˇevanja teh grozˇenj ter izpostavili vecˇ razlicˇnih pristopov, kako lahko
pride do zlorabe v oblacˇnem racˇunalniˇstvu: zloraba podatkov, ki vodi v
izgubo podatkov, DDoS napad, zlonamerni notranji uporabnik . . .
D. A. B. Fernandes, L. F. B. Soares, J. V. Gomes, M. M. Freire in P. R. M.
Ina´cio (2014) [40] izpostavljajo, da mora oblacˇna platforma zagotavljati vsaj
osnovno varnost, na primer IaaS mora zagotavljati pozˇarni zid, kriptiranje
in ostale podobne mehanizme.
T. Devi in R. Ganesan (2014) [10] predlagata varnostni model, ki bi
zavaroval uporabnikove podatke v oblaku. Ker s prehodom na oblacˇno
racˇunalniˇstvo ponudnikom zaupamo svoje podatke, izgubimo fizicˇno kontrolo
nad njimi. Eden od nacˇinov zagotavljanja podatkovne varnosti je kriptira-
nje podatkov z asimetricˇnim algoritmom (SHA-3), pri katerem uporabnik
podatke kriptira, preden jih posˇlje v oblak. Take podatke lahko dekriptira
samo uporabnik po identifikaciji in preverjanju celovitosti uporabnikovih po-
datkov.
D. C. Chou (2014) [4] je ustvaril model, s katerim zˇeli dognati, kaksˇno
vrednost in tezˇave prinasˇa vpeljava oblacˇnega racˇunalniˇstva. Ker bo v pri-
hodnosti vse vecˇ organizacij posegalo po oblacˇnih storitvah, izpostavlja, da
je bistveno spoznati, kaksˇno vrednost jim to prinasˇa. Osredotocˇil se je na
dolocˇitev komponent, ki bi organizaciji pomagale prepoznati ustvarjeno vre-
dnost oblacˇnega racˇunalniˇstva. Tudi on poudarja, da varnost predstavlja
najvecˇji problem oblacˇnega racˇunalniˇstva, zato jo v modelu oznacˇi kot de-
javnik tveganja.
P. Gupta, A. Seetharaman in J. R. Raj (2013) [19] so opredelili tri najpo-
membnejˇse prednosti oblaka, in sicer varnost, zasebnost in zanesljivost. Av-
torji ugotavljajo, da se je racˇunalniˇstvo v oblaku razvilo zaradi vseprisotnosti
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interneta, sˇirokopasovnih povezav in mobilnih naprav uporabnikov. Po nji-
hovi raziskavi podjetja prehajajo na oblacˇno racˇunalniˇstvo zaradi zmanjˇsanja
strosˇkov, enostavne uporabe, zanesljivosti, izmenjave podatkov in sodelova-
nja ter zaradi boljˇse varnosti in zasebnosti. V nasprotju z ugotovitvami
vecˇine raziskav ima vpeljava oblacˇne platforme po njihovi raziskavi vecˇ po-
zitivnih ucˇinkov na varnost in zasebnost. Varnost v oblaku zagotavljajo na
primer: spremljanje dejavnosti, sledenje transakcij, dodelitev izbranih pravic
uporabnikom in zagotovitev mocˇnih gesel.
2.3.3 Zasebnost
Z zasebnostjo sta se zˇe ukvarjali raziskavi [11, 12], podrobneje pa sta jo
definirala W. Li in L. Ping (2009) [13], ki razlagata, da je zasebnost naj-
pomembnejˇse sredstvo za izboljˇsanje varnosti oblacˇnih platform. Raziskala
sta vecˇ modelov zaupanja in predstavila nov model zaupanja v oblacˇnem
racˇunalniˇstvu, ki resˇuje razlicˇne varnostne tezˇave v oblacˇnem okolju. Z eks-
perimentom sta dokazala, da lahko v predlaganem modelu vzpostavimo za-
upanje med ponudnikom in uporabnikom ter tudi med razlicˇnimi oblacˇnimi
platformami.
Q. Guo, D. Sun, G. Chang, L. Sun in X. Wang (2011) [14] so, glede
na razlicˇne lastnosti v povezavi z zasebnostjo, razvili nov ocenjevalni model
zaupanja, ki vkljucˇuje cˇasovno razlicˇico metode vrednotenja za ugotavljanje
neposrednega zaupanja in prostorsko razlicˇico metode vrednotenja za oce-
njevanje priporocˇenega zaupanja. Z eksperimentom in analizo so potrdili, da
lahko njihov model izracˇuna stopnjo zaupanja v oblacˇnem racˇunalniˇstvu.
W. Itani, A. Kayssi in A. Chehab (2010) [23] so analizirali set varno-
stnih protokolov za doseganje zasebnosti in pravne skladnosti uporabnikovih
podatkov v oblaku. PasS namrecˇ omogocˇa varno hrambo in procesiranje
podatkov uporabnikov z zmogljivimi kriptirnimi koprocesorji. Cilj PaaS-a
je uporabniku ponuditi cˇim viˇsjo stopnjo nadzora nad upravljanjem zasebno
obcˇutljivih podatkov s programsko opremo in mehanizmi podatkovne za-
sebnosti. Prav tako jih PaaS obvesˇcˇa o razlicˇnih operacijah, ki se izvajajo
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nad njihovimi podatki. Obvesˇcˇa jih tudi o morebitnih nevarnostih, ki lahko
ogrozijo njihove podatke. Kljub vsem prednostim pa obstaja sˇe veliko izzi-
vov pred vpeljavo oblacˇne platforme. Na vrhu tega seznama sta varnost in
zasebnost podatkov na oddaljenih racˇunalnikih, ki jih uporabniki ne morejo
niti upravljati niti imeti pod nadzorom. Vse, kar uporabnik vidi, je virtualna
infrastruktura, ki je zgrajena na strojni opremi, za katero obstaja mozˇnost,
da ni vredna zaupanja. Menijo, da bi morala biti varnost podatkov pred-
stavljena kot storitev z minimalnimi strosˇki. Uporabnik naj bi bil seznanjen
z revizijami vseh operacij, ki jih zazˇenejo, da zavarujejo obcˇutljive podatke,
imel pa bi tudi prilagodljivo kontrolo nad nastavitvami razlicˇnih mehanizmov
zasebnosti.
Locˇijo tri ravni teh nastavitev:
• polno zaupanje - obcˇutljivi podatki na strani oblacˇne platforme, ponu-
dniku se zaupa hramba in procesiranje podatkov;
• zaupanje, ki temelji na skladnosti z zakonodajo - podatki morajo biti
kriptirani;
• brez zaupanja - obcˇutljivi podatki, ki ne smejo biti dostopni ponudniku
(kriptirani z uporabnikovim zasebnim kljucˇem).
2.3.4 Zanesljivost
N. A. Sultan [20] navaja, da je prednost vpeljave racˇunalniˇstva v oblakih tudi
zanesljivost. Vsi podatki v oblakih so redundantni, tako da so vedno na voljo,
tudi v cˇasu izpada elektrike oziroma omrezˇja. To potrjujejo tudi podatki
podjetja Google, ki ima zaradi redundance podatkov svoj posˇtni strezˇnik
dosegljiv 99,984 % cˇasa, kar je zanesljivejˇse kot posˇtni strezˇniki obicˇajnih
podjetij. Zanesljivost naj bi bila za velika podjetja pomemben dejavnik, ne
pa kriticˇen − v primeru izpada je pomembnejˇsa prenosljivost podatkov k
drugemu ponudniku oblaka.
Podobno kot raziskavi [19, 20] tudi K. V. Vishwanath in N. Nagappan
(2010) [24] izpostavljata zanesljivost kot pomemben dejavnik, in sicer sta av-
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torja raziskovala zanesljivost strojne opreme. Podatkovni centri imajo dan-
danes veliko strezˇnikov, ki se lahko kadarkoli pokvarijo, navadno pa imajo
zˇivljenjsko dobo od tri do pet let. Take okvare lahko vodijo do padca zmoglji-
vosti in posledicˇno nezadovoljstva ali celo izgube strank. Zato je pomembno,
da razumemo vzroke teh odpovedi, sproti spremljamo stanje sistema in po-
sledicˇno pravocˇasno ukrepamo ter s tem pomagamo pri znizˇevanju strosˇkov
odpovedi.
2.3.5 Zmogljivost
Avtorja Y. Lin in P. Chang (2012) [5] sta v svojem modelu ocenjevala
zmogljivost racˇunalniˇskega omrezˇja v oblacˇnem racˇunalniˇstvu. Predlagata,
da bi zmogljivost uporabili za oceno zmozˇnosti racˇunalniˇskega omrezˇja v
oblacˇnem racˇunalniˇstvu. Da se zagotovi ustrezna kakovost storitve, mora
imeti racˇunalniˇsko omrezˇje ustrezno zmogljivost.
Avtorja N. Khanghahi in R. Ravanmehr [8] sta ocenila vidik zmogljivosti
oblacˇnega racˇunalniˇstva. Predlagala sta kriterije za ocenjevanje zmogljivosti
oblaka in ocenila zmogljivosti razlicˇnih oblacˇnih platform. Poudarjata, da
vecˇja zmogljivost storitev vpliva na zadovoljstvo uporabnikov in ponudnikov,
zato je njena ocena zelo pomembna. Avtorja menita, da lahko na zmogljivost
vplivajo dejavniki, kot so varnost, pasovna sˇirina omrezˇja, kapaciteta hrambe,
razpolozˇljivost, prilagodljivost, lokacija, sˇtevilo uporabnikov . . .
Izbrati pravega oblacˇnega ponudnika glede na zahteve uporabnikov je zelo
zahtevno opravilo. Ponudniki oblacˇnih storitev se zelo razlikujejo glede cen,
kakovosti storitev in uporabniˇske izkusˇnje. Cˇeprav morajo oblacˇni ponudniki
zadostiti dolocˇenim kriterijem SLA, ni nobenega mehanizma, ki bi potrdil, da
ponudniki uporabnikom res omogocˇajo vse opisane storitve. Ker ne obstaja
standardizirana SLA-predloga, je ponudniki pravno niso dolzˇni predlozˇiti in
zato vecˇina ponudnikov zmogljivost definira kot mesecˇno neprekinjeno delo-
vanje v odstotkih. Da bi naslovili opisano tezˇavo, so S. S. Wagle, M. Guzek,
P. Bouvry in R. Bisdorff (2015) [15] izdelali evalvacijski model, ki meri re-
snicˇno zmogljivost ponudnikov; M. Guzek, A. Gniewek, P. Bouvry, J. Musial
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in J. Blazewicz (2015) [16] pa so dodatno opredelili sˇe ostale parametre, ki
jih poda vecˇina ponudnikov pri oceni zmogljivosti: dostopnost, zanesljivost,
kakovost in dostava storitev.
2.3.6 Prilagodljivost
Y. Jie, Q. Jie in L. Ying (2009) [41] so kot pomemben vidik izpostavili pri-
lagodljivost. Navajajo, da prilagodljivosti ni mogocˇe enostavno dosecˇi samo
s prenosom aplikacije v oblak. Aplikacijo je v tem primeru treba na novo
razviti. Avtorji so zato uporabili drugacˇen pristop in razvili model profilov,
ki samodejno poskrbi za prenos aplikacij v oblak in prilagodljivost ne glede
na vrsto oblacˇne infrastrukture.
J. Gao, P. Pattabhiraman, X. Bai in W. T. Tsai (2011) [42] so izpostavili
prilagodljivost in tudi zmogljivost. V raziskavi so predlagali nov (graficˇni)
model za analizo prilagodljivosti v oblaku. Glede na raziskavo je avtomaticˇna
prilagoditev virov najboljˇsi nacˇin za zagotavljanje zmogljivosti.
Avtorji R. Buyya, R. Ranjanin R. N. Calheiros (2010) [22] so izpostavili
karakteristiko prilagodljivosti. Da se zagotovi prilagodljivost, je potrebno
postaviti vecˇ podatkovnih centrov na razlicˇne geografske lokacije. Za prila-
godljivost je potrebno tudi priskrbeti mehanizme, ki dinamicˇno razporejajo
vire glede na potrebe uporabnikov. S tem zagotovimo kakovost storitev tudi
ob obremenitvenih konicah.
2.3.7 Celovitost
P. Ghazizadeh, R. Mukkamala in S. Olariu (2013) [43] so kot pomemben vidik
opredelili celovitost podatkov. Razvili so model za ocenjevanje celovitosti
podatkov v oblacˇni platformi, pri katerem zaupajo samo lastniku podatkov,
drugim osebam in ponudniku storitev pa ne. Ta model temelji na vstavljanju
lazˇnih n-teric v podatkovno bazo, ki jih potencialni napadalci ne locˇijo od
pravih.
Avtorji K. D. Bowers, A. Juels in A. Oprea (2009) [44] so v svoji razi-
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skavi predstavili celovitost. Izpostavili so njeno pomembnost in predstavili
porazdeljen kriptografski sistem, ki uporabniku omogocˇa, da preveri, cˇe so
njegovi podatki neposˇkodovani in dosegljivi.
E. Stefanov, M. van Dijk in A. Juels (2010) [45] so v zvezi s celovito-
stjo predstavili naslednjo resˇitev: oblacˇni datotecˇni sistem, ki ima vgrajeno
ucˇinkovito preverjanje celovitosti. Ustvarili so sistem po imenu Iris, ki pod-
pira shranjevanje pomembnih podatkov v oblak in je odporen proti ponu-
dnikom storitev, ki niso vredni zaupanja. Sistem ima vgrajeno plast, ki
zagotavlja mocˇno celovitost, prav tako pa omogocˇa povrnitev podatkov v
primeru odpovedi sistema.
2.3.8 Razpolozˇljivost
R. Ghosh, F. Longo, F. Frattini, S. Russo in K. S. Trivedi (2014) [18] ugota-
vljajo, da v oblacˇnih platformah pogosto pride do pokvarjenih komponent,
ki lahko vodijo do obcˇasnih prekinitev sistema in s tem tudi do krsˇenja SLA-
pogodb glede razpolozˇljivosti v oblaku. Podatkovni centri ponudnika morajo
biti nacˇrtovani tako, da zagotavljajo dolocˇeno mero razpolozˇljivosti. IaaS
zagotavlja racˇunalniˇske vire (procesor, pomnilnik . . . ), hrambo podatkov in
omrezˇne zmogljivosti, ki omogocˇajo visoko razpolozˇljivost v primeru prekini-
tev. S ustreznimi tehnikami lahko izvedemo analizo oblacˇne razpolozˇljivosti.
F. Machida, E. Andrade, D. S. Kim in K. S. Trivedi (2011) [46] so v
zvezi z razpolozˇljivostjo predstavili sistem Candy, ki zagotavlja visoko stopnjo
razpolozˇljivosti.
2.3.9 Druge karakteristike
Ostali avtorji so izpostavili tudi druge karakteristike: Y. Chou (2010) [39]
je skusˇal opredeliti stopnjo nadzora, ki jo imata uporabnik in ponudnik nad
posameznimi karakteristikami. Na sliki 2.2 je vidno, da ima v platformi
IaaS uporabnik najvecˇ nadzora, in sicer nad aplikacijami, podatki, izvajal-
nim okoljem in vmesno programsko opremo, v PaaS ima nadzor samo nad
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aplikacijami in podatki, v IaaS pa za vse to poskrbijo ponudniki.
Slika 2.2: Upravljanje oblaka [39]
R. Buyya, R. Ranjanin, R. N. Calheiros (2010) [22] so definirali loka-
cijo skladiˇscˇenja in hrambe podatkov. Avtorji ugotavljajo, da so ponudniki
oblacˇnih storitev postavili veliko podatkovnih centrov na razlicˇnih geograf-
skih lokacijah, zaradi cˇesar lahko uporabniki dostopajo do storitev preko
interneta kjerkoli na svetu. Danasˇnji sistemi ne omogocˇajo mehanizmov, ki
bi dinamicˇno nadzorovali obremenitve in jih razdeljevali med razlicˇne podat-
kovne centre ponudnika. Prav tako ponudniki ne vedo, kje bodo uporabniki
lokacijsko uporabljali storitve, tako da se mora razdeljevanje virov zgoditi
avtomatsko. Okolje, ki ga je potrebno postaviti, mora omogocˇati takojˇsnje
prilagodljivo in razsˇirljivo rezervacijo programskih storitev, ki omogocˇajo do-
seganje kakovosti storitev ne glede na obremenitev, omrezˇje in vire. Cilj
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oblacˇnega racˇunalniˇstva je torej sestaviti okolje, ki omogocˇa dinamicˇno prila-
gajanje virov (navideznih strojev, storitev, hrambe in baz) pri obvladovanju
nepricˇakovanih obremenitev.
Avtorji S. Wang, Z. Liu, Q. Sun, H. Zou in F. Yang (2012) [25] so ocenili
kakovost oblacˇnih storitev v storitveno usmerjenem oblacˇnem racˇunalniˇstvu.
Obicˇajno imajo storitve razlicˇne zmogljivostne karakteristike, kar pomeni, da
kakovost oblacˇne storitve zelo niha. Avtorji so kakovost opredelili preko dru-
gih karakteristik: visoke razpolozˇljivosti, zaupanja, varnosti, prilagodljivosti
itd.
2.3.10 Povzetek najpomembnejˇsih karakteristik
Karakteristike, ki so jih opredelili avtorji smo na kratko predstavili tudi v
tabeli 2.1.
Karakter. Avtor(ji) Opis
Varnost M. Zhou, R.
Zhang, W. Xie, W.
Qian in A. Zhou
(2010) [11]
Avtorji izpostavljajo varnost kot glavno
karakteristiko, na katero vplivajo: raz-
polozˇljivost, celovitost, zasebnost, kon-
trola in revizija.
T. Dillon, C. Wu
in E. Chang (2010)
[17]
Avtorji so opredelili najpomembnejˇse
tezˇave pri modelih vpeljave oblacˇnega
racˇunalniˇstva in izpostavili varnost kot
enega najpomembnejˇsih izzivov. Za
resˇitev predlagajo vecˇnajemniˇski model.
S. Subashini in V.
Kavitha (2011) [12]
Avtorja v raziskavi o varnostnih tezˇavah
definirata karakteristiko varnosti in varno-
stne izzive, ki jih ta predstavlja. Predsta-
vita sˇe varnostne tezˇave v Paas, SaaS in
IaaS.
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Varnost J. Che, Y. Duan,
T. Zhang in J. Fan
(2011) [9]
Avtorji definirajo varnostne modele in
strategije v oblacˇnem racˇunalniˇstvu.
Tezˇavo varnosti bi resˇili z vecˇnajemniˇskim
modelom. Definirajo tudi prednosti tega
modela.
D. Sun, G. Chang,
L. Sun in X. Wang
(2011) [21]
Avtorji so izpostavili nove varnostne izzive
v oblacˇnem racˇunalniˇstvu, kot so virtu-
alizacijske ranljivosti, ranljivosti dostopa,
spreminjanja podatkov . . .
P. Gupta, A. See-
tharaman in J. R.
Raj (2013) [19]
Varnost avtorji izpostavljajo kot najbolj
zazˇeleno s strani uporabnikov pri vpeljavi
oblaka. Ugotovili so, da je varnost v






Avtorji so zˇeleli s svojo raziskavo prikazati
varnostna ogrodja pri vpeljavi oblacˇnega
racˇunalniˇstva. Varnost si lahko informa-
tiki pri vpeljavi zagotovijo tako, da upo-
rabijo ogrodje ISG Cloud, ki se drzˇi var-
nostnih smernic in standardov.
D. C. Chou (2014)
[4]
Avtor izpostavlja veliko prednosti in se v
svojem modelu osredotocˇa na prepoznava-
nje komponent, ki so kljucˇne pri vpeljavi
oblacˇnega racˇunalniˇstva. Pri tem pa izpo-
stavlja varnost kot najvecˇji problem in ga






Avtorji v raziskavi izpostavljajo glavne
varnostne grozˇnje, kot so zloraba podat-
kov, DDos napad, zlonamerni notranji
uporabnik . . .
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Varnost
D. A. B. Fernan-
des, L. F. B. Soa-
res, J. V. Gomes,
M. M. Freire in P.
R. M. Ina´cio (2014)
[40]
Avtorji so raziskali nevarnosti v oblacˇnem
racˇunalniˇstvu in izpostavili razlicˇne me-
tode zagotavljanja varnosti: pozˇarni zid,
kriptiranje in druge mehanizme.
T. Devi in R. Ga-
nesan (2014) [10]
Avtorja sta oblikovala model, s katerim si
uporabnik zagotovi varnost podatkov (na





Avtorja izpostavljata varnostne izzive,
ki otezˇijo oceno tveganja, saj obstojecˇi
standardi ne veljajo pri oblacˇnem
racˇunalniˇstvu. Predlagata ogrodje, s
katerim bi lahko ocenili varnostne tezˇave
in s tem izboljˇsali varnost.
Zaseb-
nost
W. Li in L. Ping
(2009) [13]
Avtorja ocenjujeta zasebnost kot najpo-
membnejˇse sredstvo za izboljˇsanje varno-





Avtorji so analizirali set varnostnih pro-
tokolov za doseganje zasebnosti in pravne
skladnosti uporabnikovih podatkov.
M. Zhou, R.
Zhang, W. Xie, W.
Qian in A. Zhou
(2010) [11]
Avtorji poleg varnosti izpostavljajo kot
glavno karakteristiko tudi zasebnost. Ugo-
tavljajo, da nanjo vplivajo zlasti pravna
vprasˇanja in lokacija.
S. Subashini in V.
Kavitha (2011) [12]
Avtorja v raziskavi o varnostnih tezˇavah
definirata karakteristiko zasebnosti in var-
nostne izzive, ki jih predstavlja zasebnost.
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Zasebnost
Q. Guo, D. Sun,
G. Chang, L. Sun
in X. Wang (2011)
[14]
Avtorji so obravnavali zasebnost kot po-
membno karakteristiko in razvili oce-
njevalni model zaupanja, s katerim se
lahko vrednoti zaupanje v oblacˇnem
racˇunalniˇstvu.
P. Gupta, A. See-
tharaman in J. R.
Raj (2013) [19]
Zasebnost avtorji izpostavljajo kot najbolj







Avtorja izpostavljata zanesljivost kot
zˇivljenjsko dobo strojne opreme, preden
ta odpove. Pomembno je poznavanje
sˇtevila in vzrokov teh odpovedi, saj lahko s
tem preprecˇimo nepricˇakovane padce zmo-




Avtor izpostavlja zanesljivost kot po-
membno karakteristiko in kot primer na-
vaja visoko zanesljivost Gmail posˇtnega
strezˇnika v primerjavi s posˇtnimi strezˇniki
obicˇajnih podjetij.
P. Gupta, A. See-
tharaman in J. R.
Raj (2013) [19]
Zanesljivost avtorji izpostavljajo kot naj-
bolj zazˇeleno s strani uporabnikov pri vpe-
ljavi oblaka. Ugotovili so, da je zaneslji-




Y. Lin in P. Chang
(2012) [5]
Avtorja sta v svojem modelu ocenje-
vala zmogljivost racˇunalniˇskega omrezˇja
v oblacˇnem racˇunalniˇstvu. Predla-
gata, da bi zmogljivost uporabili za
oceno zmozˇnosti racˇunalniˇskega omrezˇja v
oblacˇnem racˇunalniˇstvu.






Zmogljivost je pomembna karakteristika
za avtorja, zato predlagata seznam krite-
rijev za ocenjevanje zmogljivosti oblaka,
saj boljˇsa zmogljivost pozitivno vpliva na
uporabnike.




Avtorji izpostavljajo pomen resnicˇne zmo-
gljivosti ponudnikov. Trenutno sˇe ne ob-
staja standardiziran nacˇin, ki bi ga mo-
rali ponudniki uposˇtevati, zato so avtorji




vry, J. Musial in J.
Blazewicz (2015)
[16]
Avtorji so razvili model za merjenje zmo-
gljivosti razlicˇnih oblacˇnih ponudnikov.
Prilago-
dljivost
Y. Jie, Q. Jie in L.
Ying (2009) [41]
Avtorja sta razvila model profilov, ki je
odgovoren za prenos aplikacij v oblak. S
tem modelom dosezˇejo prilagodljivost ne
glede na vrsto oblacˇne infrastrukture.
R. Buyya, R. Ra-
njan in R. N. Cal-
heiros (2010) [22]
Avtorji izpostavljajo, da je treba di-
namicˇno prilagajati vire, cˇe zˇelimo zago-
tovili kakovost storitev tudi ob obremeni-
tvenih konicah.
J. Gao, P. Pattab-
hiraman, X. Bai in
W. T. Tsai (2011)
[42]
Avtorji povezujejo prilagodljivost z zmo-
gljivostjo in predlagajo nov model za oce-
njevanje prilagodljivosti v oblaku. Glede
na raziskavo je avtomaticˇna prilagoditev
virov najboljˇsi nacˇin za zagotavljanje zmo-
gljivosti.
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Celovi-
tost
K. D. Bowers, A.
Juels in A. Oprea
(2009) [44]
Izpostavili so pomembnost celovitosti in
predstavili model, s katerim lahko upo-
rabnik preveri, cˇe so njegovi podatki
neposˇkodovani in dostopni.
M. van Dijk in A.
Juels (2010) [45]
Avtorja sta izpostavila pomembnost celo-
vitosti in predstavila resˇitev: oblacˇni da-





Avtorji izpostavljajo pomen celovitosti
podatkov v oblaku in zato razvijejo mo-
del za ocenjevanje integritete podatkov.
Razpolo-
zˇljivost
T. Dillon, C. Wu
in E. Chang (2010)
[17]
Avtorji so opredelili najpomemb-
nejˇse tezˇave pri vpeljavi oblacˇnega
racˇunalniˇstva in izpostavili razpolozˇljivost
kot enega najpomembnejˇsih izzivov.
F. Machida, E. An-
drade, D. S. Kim
in K. S. Trivedi
(2011) [46]
Za avtorje je kriticˇna karakteristika raz-
polozˇljivost, zato so predstavili model, s




S. Russo in K. S.
Trivedi (2014) [18]
Avtorji izpostavijo pomen razpolozˇljivosti,
saj obcˇasno zaradi okvar strojne opreme
pride do prekinitev delovanja sistema in s
tem do krsˇenja SLA-pogodb. Podatkovni
centri morajo biti nacˇrtovani tako, da za-
gotavljajo visoko razpolozˇljivost.
Tabela 2.1: Predstavljene karakteristike po virih
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Poglavje 3
Modeli za evalvacijo IS
D. Vavpoticˇ in M. Bajec (2007) [26] sta ustvarila model za evalvacijo metodo-
logije razvoja programske opreme, D. Vavpoticˇ, B. Zˇvanut in I. Trobec (2013)
[27] pa so uporabili soroden pristop kot omenjena avtorja, le da so v svoji raz-
iskavi ocenjevali elemente e-ucˇenja in tradicionalnega pedagosˇkega procesa.
Oba modela ocenjujeta elemente z dveh vidikov, in sicer z uporabniˇskega in
s tehnolosˇkega, model [27] pa ocenjuje elemente sˇe iz tretjega − vodstvenega
vidika. Model ocenjuje izbrane elemente z vecˇ vidikov in nam omogocˇa, da
prepoznamo ustrezne oziroma neustrezne elemente. Rezultate ocenjevanja
lahko nazorno prikazˇemo na razsevnem diagramu (slika 4.3). Neustrezni so
vsi elementi, ki so ocenjeni kot neucˇinkoviti, nesprejeti oziroma neuporabni.
Za analizo so pomembni vsi elementi, tako ustrezni kot neustrezni. Najza-
nimivejˇsi za analizo so elementi, ki so dobri z enega in hkrati pomanjkljivi z
drugega vidika. Take elemente lahko namrecˇ izboljˇsamo, da postanejo upo-
rabnejˇsi. Elementi so ocenjeni po razlicˇnih karakteristikah, ki so definirane
na podlagi pregleda literature. Glede na vidik se oceni tehnolosˇka, upo-
rabniˇska ali vodstvena ustreznost elementov. Uporabniki ocenijo ustreznost
glede na svojo vlogo. Tehnolosˇki uporabnik oceni tehnolosˇko ustreznost, de-
janski uporabnik elementov oceni uporabniˇsko ustreznost in vodstvo oceni
vodstveno ustreznost.
Prvi model za merjenje uspeha IS sta Delone in McLean [28] zasnovala
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Slika 3.1: Prvi model Delone in McLean [28]
leta 1992, in sicer ta model definira karakteristike uporabniˇskega vidika. Od
takrat se je veliko sˇtudij posvecˇalo temu modelu, leta 2003 pa sta ga avtorja
nadgradila [30]. V modelu iz leta 1992 sta identificirala sˇest karakteristik,
potrebnih za uspeh IS: kakovost sistema, kakovost informacij, uporaba, za-
dovoljstvo uporabnika, vpliv na ravni posameznika, vpliv na organizacijo
(slika 3.1). Nasˇtete karakteristike so med seboj odvisne. Po priporocˇilu
Pitta (1995) [31] sta med karakteristike dodala sˇe kakovost storitev, ki jo je
izpostavil tudi Jiang (2002) [47]. Delone in McLean sta v okviru te revizije
modela na podlagi priporocˇil Myersa [32] in Seddona [33] dodala karakteri-
stiko dejanske koristi. V nadgrajenem modelu imamo torej naslednje karak-
teristike: kakovost sistema, kakovost informacij, kakovost storitev, uporaba,
namen uporabe, zadovoljstvo uporabnika in dejanska korist (slika 3.2).
M. Gelderman [37] je raziskal pomembnost zadovoljstva uporabnika, upo-
rabe in kakovosti (zmogljivosti) IS za ocenitev uspeha IS. Ugotovil je, da je
zadovoljstvo uporabnika primerna karakteristika za oceno IS in da je zado-
voljstvo povezano s kakovostjo, medtem ko uporaba in kakovost nista. Po
drugi strani pa Delone in McLean [28] navajata, da so te karakteristike med
seboj odvisne.
Sledi vodstveni vidik, ki ga je preucˇeval Atkinson [34]. Opredelil je
tri karakteristike, kriterije uspesˇnega projektnega vodenja, imenovane tudi
zˇelezni trikotnik (slika 3.3). Uspesˇno projektno vodenje ima vecˇ razlicˇnih
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definicij, vsaka pa vkljucˇuje karakteristike zˇeleznega trikotnika: strosˇek,
cˇas in kakovost. Kot primer navajamo definicijo v okviru anglesˇkega stan-
darda, po kateri so nacˇrtovanje, spremljanje, kontrola vseh vidikov projekta
in motivacija vpletenih pomembni za dosego projektnih ciljev v cˇasu, z
dolocˇenimi strosˇki, kakovostjo in zmogljivostjo.
Kriterij uspeha je Atkinson opisal v naslednjih stopnjah.
• Faza dostave (proces, delati pravilno) - zˇe leta 1950 je Oisen [35] po-
udaril, da se med karakteristike, potrebne za uspeh, uvrsˇcˇajo strosˇki,
cˇas in kakovost. Z ugotovitvijo se strinjajo tudi Turner [48], Morris in
Hough [49], Wateridge [50], deWit [51], McCoy [52], Pinto in Slevin
[53], Saarinen [54] in Ballantine [55].
• Faza po dostavi (sistem, narediti pravilno) – karakteristike uspesˇnosti
te faze so drugacˇne. Delone [29] ugotavlja, da za uspeh te faze po-
trebujemo karakteristike, kot so kakovost sistema, kakovost informacij,
uporaba informacij, zadovoljstvo uporabnikov, doprinos uporabnika in
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Slika 3.3: Zˇelezni trikotnik [34]
doprinos organizacije, medtem ko Shenhar [36] izpostavlja, da so za
uspeh te faze pomembne druge karakteristike: vpliv na uporabnika in
poslovni uspeh.
Atkinson [34] predlaga izboljˇsan model kvadrata (slika 3.4), ki na novo
definira kriterije uspeha. Pri uspesˇnem projektnem vodenju lahko namrecˇ
pride do dveh vrst napak: 1) nekaj je narejeno narobe; 2) nekaj ni bilo na-
rejeno, kot bi moralo biti, ali pa je bilo nekaj spregledano. Druga vrsta
napake vpliva na kriterije zˇeleznega trikotnika. Napaki je avtor razlozˇil
na primeru glasbenika: amaterski glasbenik bo vadil, dokler ne bo zaigral
glasbe pravilno − tak glasbenik se poizkusˇa izogniti napaki prve vrste. V
nasprotju z amaterskim pa bo profesionalni glasbenik poizkusˇal toliko cˇasa,
dokler ne bo melodija najboljˇsa. Profesionalni glasbenik se tako poizkusˇa iz-
ogniti napaki druge vrste. Cˇe se osredotocˇimo samo na karakteristike strosˇka,
cˇasa in kakovosti, lahko pride do napak tipa 2. Atkinson [34] zato namesto
zˇeleznega trikotnika priporocˇa izboljˇsan model kvadrata. Kvadrat je sesta-
vljen iz zˇeleznega trikotnika, informacijskega sistema, koristi organizacije
in koristi zainteresirane skupine. Z uporabo kvadrata se lahko pri uspesˇno
projektnem vodenju zmanjˇsa druga vrsta napake.
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Slika 3.4: Model kvadrata [34]
32 POGLAVJE 3. MODELI ZA EVALVACIJO IS
Poglavje 4
Predlagani model za evalvacijo
IS v oblaku
4.1 Zgradba modela
Nasˇ model za ocenjevanje IS v oblaku smo pripravili na podlagi obstojecˇih
modelov, ki so opisani v poglavju 3 [26, 27]. Glavni cilj nasˇega modela je pre-
poznati tiste funkcionalnosti oblaka, ki ne izpolnjujejo potreb oz. pricˇakovanj
uporabnikov, razvijalcev in/ali vodstva in bi jih bilo potrebno izboljˇsati,
zamenjati oz. spremeniti. Ocenjevane funkcionalnosti oblaka imenujemo
elementi oblaka. Vsak element oblaka ocenimo s treh razlicˇnih vidikov: teh-
nolosˇkega, vodstvenega in uporabniˇskega, kar nam omogocˇa pridobiti celovito
oceno s strani vseh treh kljucˇnih delezˇnikov. Za vsak vidik smo dolocˇili vecˇ ka-
rakteristik, po katerih ga ocenjujemo. Karakteristike tehnolosˇkega vidika smo
pripravili na podlagi sorodnih raziskav in modelov oblacˇnega racˇunalniˇstva.
Izbrali smo 7 karakteristik, ki jih podrobneje opiˇsemo v podpoglavju 4.4.
Ker vseh tehnolosˇkih karakteristik ni bilo smiselno ocenjevati na ravni posa-
meznih elementov oblaka, smo nadalje izbrali 3 (zmogljivost, prilagodljivost
in zanesljivost), ki so se izkazale kot najbolj primerne. Ostale 4 karakte-
ristike (varnost, zasebnost, razpolozˇljivost in celovitost) pa smo ocenili na
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4.2 Uporabniˇski vidik
Na podlagi modela Delone in Mclean [28], ki je opisan v poglavju 3, smo
za ocenjevanje uporabniˇskega vidika oblikovali naslednje tri karakteristike:
kakovost, zadovoljstvo uporabnika in pogostost uporabe. Cˇeprav je mocˇ
sklepati, da generalno med karakteristikami obstaja dolocˇena stopnja korela-
cije, pa se posamezne ocene med razlicˇnimi elementi lahko precej razlikujejo
[28, 37]. Cˇe uporabnik neko funkcijo pogosto uporablja, sˇe ne pomeni, da
je z njo zadovoljen oziroma da je kakovostna. Naj razlozˇimo na primeru
racˇunovodje, ki mora zaradi sluzˇbe pogosto uporabljati dolocˇen program:
kljub pogosti uporabi ni nujno, da je s programom tudi zadovoljen oziroma
ga ocenjuje kot kakovostnega. Podobno velja za drugi dve karakteristiki.
Cˇeprav bi bilo mogocˇe karakteristike razcˇleniti sˇe podrobneje, npr. kot sta
to storila Delone in McLean [29], pa smo se v nasˇem modelu omejili le na ome-
njene tri, saj bi bili v nasprotnem primeru zaradi velikega sˇtevila elementov
vprasˇalniki preobsezˇni.
V nasˇem modelu uporabnik torej oceni naslednje karakteristike:
• zadovoljstvo z elementom - uporabnik oceni, kako zadovoljen je z ele-
mentom;
• pogostost uporabe elementa - uporabnik oceni, kako pogosto uporablja
element;
• kakovost elementa - uporabnik oceni, kako kakovosten je element.
Skupno oceno uporabniˇskega vidika pridobimo iz povprecˇja skupnih ocen
vseh treh karakteristik. Seveda pa pri podrobni analizi posameznega ele-
menta uposˇtevamo tudi vrednosti posameznih karakteristik.
4.3 Tehnolosˇki vidik
Pri ocenjevanju tehnolosˇkega vidika smo morali najprej dolocˇiti karakteri-
stike, s katerimi smo ocenjevali elemente oblaka. Karakteristike tehnolosˇkega
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vidika smo pridobili s pregledom literature obstojecˇih raziskav na podrocˇju
racˇunalniˇstva v oblaku, ki so podrobneje predstavljene v podpoglavjih po-
glavja 2.3, sicer pa so krajˇse povzete tudi v poglavju 2.3.10 v tabeli 2.1.
Te karakteristike smo smiselno razvrstili in jih na koncu pregleda uvrstili v
nasˇe drevo karakteristik (slika 4.2). Po podrobnem pregledu drevesa smo
ugotovili, da vseh karakteristik ni mogocˇe smiselno vkljucˇiti v model, saj
bi to pomenilo, da bi morali anketiranci odgovoriti na preobsezˇno kolicˇino
vprasˇanj in posledicˇno ankete ne bi mogli izvesti. Zato smo se odlocˇili, da
izmed vseh identificiranih karakteristik izberemo le tiste, ki so za oblacˇno
platformo najpomembnejˇse oziroma so jih avtorji sorodnih raziskav obravna-
vali najpogosteje.
Ugotovili smo, da so najpogosteje in tudi kot najpomembnejˇse omenjene
naslednje tehnolosˇke karakteristike: varnost, zasebnost, zanesljivost, zmo-
gljivost, razpolozˇljivost, prilagodljivost in celovitost. Na nasˇem drevesu ka-
rakteristik (slika 4.2) smo z oranzˇno barvo oznacˇili vse elemente, ki smo
jih izbrali za ocenjevanje elementov oblaka. Ker nekaterih karakteristik ne
moremo uporabiti za ocenjevanje na ravni posameznega elementa sistema,
smo se odlocˇili te karakteristike razdeliti, in sicer na karakteristike za oce-
njevanje na ravni celotnega sistema (varnost, zasebnost, razpolozˇljivost in
celovitost) in karakteristike za ocenjevanje na ravni posameznega elementa
sistema (zmogljivost, prilagodljivost in zanesljivost). Karakteristik, kot je na
primer razpolozˇljivost nismo mogli oceniti na ravni posameznega elementa
sistema, saj je razpolozˇljivost posameznih elementov sistema odvisna pred-
vsem od razpolozˇljivosti celotnega sistem. Na ravni posameznega elementa
sistema pa lahko ocenimo na primer karakteristiko zmogljivosti, saj se lahko
zmogljivost razlicˇnih elementov zelo razlikuje.
V nasˇem modelu torej razvijalec na ravni celotnega sistema oceni nasle-
dnje karakteristike:
• varnost elementa (poglavje 2.3.2) - razvijalec oceni, kako varen je ele-
ment (zasˇcˇita pred napadi, vklopljeno kriptiranje . . . );
• zasebnost elementa (poglavje 2.3.3) - razvijalec oceni, ali so podatki, ki
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so shranjeni v oblaku, vidni le uporabnikom, ki imajo pravico do teh
podatkov;
• razpolozˇljivost elementa (poglavje 2.3.8) - razvijalec oceni, ali je ele-
ment vedno dostopen ali ne (cˇe lahko uporabnik dostopa do elementa
kjerkoli in kadarkoli zˇeli);
• celovitost elementa (poglavje 2.3.7) - razvijalec oceni celovitost podat-
kov (ali lahko pride do okvare oziroma spremembe podatkov v oblaku).
V nasˇem modelu torej razvijalec na ravni posameznega elementa sistema
oceni naslednje karakteristike:
• zmogljivost elementa (poglavje 2.3.5) - razvijalec oceni, kako zmogljiv
se razvijalcu zdi element (kako hitro opravi zahtevano nalogo glede na
obseg);
• prilagodljivost elementa (poglavje 2.3.6) - razvijalec oceni, kako prila-
godljiv je element;
• zanesljivost elementa (poglavje 2.3.4) - razvijalec oceni, kako zanesljiv
je element pri uporabi;
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4.4 Vodstveni vidik
Pri vodstvenem vidiku je zelo pomembno, koliko strosˇkov ima podjetje z ra-
zvojem, vzdrzˇevanjem in uporabo sistema v oblaku. Seveda pa je pomembno
tudi, koliko cˇasa je bilo treba vlozˇiti v razvoj dolocˇenega elementa in sama
kakovost elementa (Atkinsonov model [34], imenovan zˇelezni trikotnik,
opisan v poglavju 3). Cˇeprav je Atkinson definiral tudi izboljˇsan model
kvadrata, ki vsebuje zˇelezni trikotnik in dodatne karakteristike, smo pri
vodstvenem vidiku izbrali Atkinsonov model zˇeleznega trikotnika, saj za
potrebe nasˇega modela omenjene tri kljucˇne karakteristike zadosˇcˇajo.
V nasˇem modelu torej vodstvo oceni naslednje karakteristike:
• strosˇek elementa - vodstvo oceni, koliksˇen strosˇek je bil potreben za
razvoj elementa;
• cˇas razvoja elementa - vodstvo oceni, koliko cˇasa je zahteval razvoj
funkcionalnosti elementa;
• kakovost elementa - vodstvo oceni, kako kakovosten je element.
4.5 Postopek uporabe modela
Koraki, ki sestavljajo proces uporabe predlaganega modela, so naslednji:
1. Identifikacija elementov (funkcionalnosti) za ocenjevanje
Elemente, ki jih ocenjujemo, je treba najprej identificirati. V sistemu
smo poiskali taksˇne elemente, ki smo jih lahko na podlagi pripravlje-
nih karakteristik ocenili ter medsebojno primerjali. Elementi, ki jih
ocenjujemo, so funkcionalnosti sistema.
2. Priprava vprasˇalnikov
Na podlagi izbranih karakteristik smo na osnovi genericˇnega vprasˇalnika,
ki je predstavljen v podpoglavju 4.7, za vsak vidik pripravili eno vrsto
vprasˇalnika. Vsak uporabnik izpolni dolocˇen tip vprasˇalnika glede na
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svojo vlogo v modelu: 1) koncˇni uporabniki izpolnijo vprasˇalnik za upo-
rabnika in s tem ocenijo uporabniˇski vidik; 2) tehnicˇni direktor izpolni
vprasˇalnik za vodstvo; 3) razvijalci sistema izpolnijo vprasˇalnik za teh-
nolosˇke uporabnike, s katerim ocenijo tehnolosˇki vidik. Vprasˇalnik raz-
vijalcev je razdeljen na dva dela: 1) del, kjer razvijalci ocenijo elemente
na ravni celotnega sistema; 2) del, kjer razvijalci ocenijo elemente na
ravni posameznega elementa sistema.
3. Ocenjevanje elementov
Uporabniki, vodstvo in razvijalci izpolnijo vsak svoj vprasˇalnik in na
njem izrazijo svoje mnenje o posameznem elementu, pri cˇemer ga oce-
njujejo le iz lastnega vidika.
4. Analiza rezultatov vprasˇalnikov
Analizo pricˇnemo z izracˇunom povprecˇij vseh ocen elementov upo-
rabniˇskega, vodstvenega in tehnolosˇkega vidika. Pri tehnolosˇkem vi-
diku uposˇtevamo le ocene na ravni posameznega elementa. Ocene teh-
nolosˇkega vidika na ravni celotnega sistema obravnavamo locˇeno. Na
podlagi teh treh povprecˇij elemente razdelimo na tiste, ki imajo po
dolocˇenem vidiku oceno nizˇjo od povprecˇja in tiste, ki imajo oceno viˇsjo
od povprecˇja Na ta nacˇin identificiramo elemente, ki jih je potrebno iz-
boljˇsati. Ker ocenjujemo elemente s treh vidikov hkrati, skupaj dobimo
8 razlicˇnih skupin, v katere se lahko uvrsti posamezen ocenjeni element.
Vse skupine smo predstavili v tabeli 4.1. Rezultate tudi graficˇno pred-
stavimo s pomocˇjo razsevnega diagrama, ki je podrobneje opisan v
podpoglavju 4.8.
5. Predstavitev rezultatov vodstvu in priprava predlogov za iz-
boljˇsanje
Na podlagi pridobljenih rezultatov analiz lahko vodstvu pripravimo
predloge za izboljˇsavo takih elementov, ki niso ustrezni s tehnolosˇkega,
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uporabniˇskega in vodstvenega vidika oziroma iz dveh ali celo treh vi-
dikov hkrati.
V tabeli 4.1 so predstavljene vse mozˇne skupine v katere se lahko uvrsti
element, ki ga ocenjujemo. V tabeli so predstavljene vrednosti (visoka – V,
nizka - N) po posameznem vidiku (tehnolosˇki – T, uporabniˇski – U, vodstveni
- V) ter opisi skupin in mozˇni genericˇni scenariji za izboljˇsanje elementov.
Skupina T U V Opis skupine in primer smiselnega scenarija
za izboljˇsanje elementov
1 V V V Uporaben in z vidika vodstva ustrezen ele-
ment: element uvrsˇcˇen v to skupino, je ustre-
zen z vseh treh vidikov. Primer smiselnega
scenarija: element je smotrno obdrzˇati ter ga
vzdrzˇevati in izboljˇsevati sˇe naprej.
2 V V N Uporaben a z vidika vodstva neustrezen ele-
ment: element, uvrsˇcˇen v to skupino, je ustrezen
s tehnolosˇkega in uporabniˇskega vidika, a neustre-
zen z vodstvenega vidika. Primer smiselnega
scenarija: vodstvu je smiselno predstaviti pred-
nosti elementa, kot jih vidijo uporabniki in razvi-
jalci, da lahko vodstvo na podlagi morebitnih do-
datnih spoznanj o prednostih elementa ponovno
razmisli o podpori elementu.
3 N N V Neuporaben a z vidika vodstva ustrezen ele-
ment: element, uvrsˇcˇen v to skupino, je neu-
strezen s tehnolosˇkega in uporabniˇskega vidika, a
ustrezen z vodstvenega vidika. Primer smisel-
nega scenarija: element je smiselno zavrecˇi ozi-
roma oceniti, zakaj ga je vodstvo ocenilo visoko.
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4 N N N Neuporaben in z vidika vodstva neustrezen
element: element, uvrsˇcˇen v to skupino, je neu-
strezen z vseh treh vidikov. Primer smiselnega
scenarija: element je smiselno zavrecˇi ali pa ga
nadomestiti s primernejˇsim.
5 V N V Nesprejet a z vidika vodstva ustrezen ele-
ment: element, uvrsˇcˇen v to skupino, je ustrezen
s tehnolosˇkega in vodstvenega vidika, a neustre-
zen z uporabniˇskega vidika. Primer smiselnega
scenarija: treba je ugotoviti razloge, zakaj upo-
rabniki z elementi niso zadovoljni − morebiti ni-
majo izkusˇenj ali znanja pri uporabi. V teh prime-
rih bi bilo smiselno organizirati izobrazˇevanje za
uporabnike in jim predstaviti prednosti teh ele-
mentov.
6 V N N Nesprejet in z vidika vodstva neustrezen
element: element, uvrsˇcˇen v to skupino, je teh-
nolosˇko ustrezen, a neustrezen z uporabniˇskega in
vodstvenega vidika. Primer smiselnega scena-
rija: preucˇiti razloge, zakaj razvijalci dojemajo
element kot tehnicˇno dober in zakaj ga vodstvo
in uporabniki ocenjujejo slabsˇe, pri cˇemer lahko
ugotovimo, katere tehnologije so ustrezne za im-
plementacijo elementa.
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7 N V V Neucˇinkovit a z vidika vodstva ustrezen
element: element, uvrsˇcˇen v to skupino, je
tehnolosˇko neustrezen, je pa ustrezen z upo-
rabniˇskega in vodstvenega vidika. Primer smi-
selnega scenarija: izboljˇsati tehnolosˇko in
obdrzˇati uporabniˇsko primernost: tak element je
treba tehnolosˇko nadgraditi oziroma ga zamenjati
za tehnolosˇko ustreznejˇsi element.
8 N V N Neucˇinkovit in z vidika vodstva neustrezen
element: element, uvrsˇcˇen v to skupino, je neu-
strezen s tehnolosˇkega in vodstvenega vidika, je pa
ustrezen z uporabniˇskega vidika. Primer smisel-
nega scenarija: preucˇiti razloge, zakaj so upo-
rabniki ta element ocenili kot ustrezen in iz tega
pridobiti vpogled, katere lastnosti elementov upo-
rabniki dojemajo kot dobre in ustrezne.
Tabela 4.1: Skupine mozˇnih kombinacij
Rezultate vprasˇalnikov tehnolosˇkega vidika na ravni celotnega sistema
smo obravnavali locˇeno. Za rezultate vprasˇanj izbranih karakteristik (var-
nost, zasebnost, razpolozˇljivost in celovitost) smo izracˇunali povprecˇje po
posamezni karakteristiki. Na ta nacˇin smo dobili ocene, ki prikazujejo, ali je
karakteristika sistema ocenjena nizko oziroma visoko.
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4.6 Vprasˇalnik
Kot smo zˇe opisali v podpoglavju 4.3, smo na podlagi izbranih karakteristik
pripravili tri vrste vprasˇalnikov, za vsak vidik en vprasˇalnik. Vsak uporabnik
je nato glede na svojo vlogo (koncˇni uporabnik, razvijalec ali vodstvo) izpolnil
svoj vprasˇalnik.
Za vsakega od elementov sistema uporabnik v vprasˇalniku poda oceno
glede na njegovo strinjanje oziroma nestrinjanje za navedeno trditev o vseh
nasˇtetih elementih. Oceno lahko izbira iz 7-stopenjske Likertove lestvice, kjer
so stopnje naslednje:
• ocena 1 – mocˇno se ne strinjam s trditvijo,
• ocena 2 – se ne strinjam s trditvijo,
• ocena 3 – delno se ne strinjam s trditvijo,
• ocena 4 – nevtralno,
• ocena 5 – delno se strinjam s trditvijo,
• ocena 6 – se strinjam s trditvijo in
• ocena 7 – mocˇno se strinjam s trditvijo.




1. Zadovoljstvo z elementom: z [dolocˇenim elementom] sem zelo
zadovoljen.
2. Pogostost uporabe elementov: element [dolocˇen element] upo-
rabljam zelo pogosto.
3. Kakovost: element [dolocˇen element] je zelo kakovosten.
Tehnolosˇki vidik:
• Lastnosti, ki jih ocenjujemo na ravni celotnega sistema:
1. Za varnost sistema je dobro poskrbljeno.
2. Za zavarovanje obcˇutljivih podatkov je dobro poskrbljeno
z uporabo kriptiranja.
3. Za zasebnost podatkov je dobro poskrbljeno.
4. Razpolozˇljivost nasˇega sistema je visoka.
5. Verjamem, da se vsi podatki, ki se shranijo v sistem, ne
morejo izgubiti oziroma pokvariti.
• Lastnosti elementov, ki jih ocenjujemo na ravni posameznega
elementa:
1. Zmogljivost elementov: zmogljivost [dolocˇenega elementa]
je visoka.
2. Prilagodljivost (skalabilnost) elementa: [dolocˇen element]
je zelo prilagodljiv.
3. Zanesljivost elementa: zanesljivost [dolocˇenega elementa]
je visoka.
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Vodstveni vidik:
1. Strosˇkovni vidik: razvoj [dolocˇenega elementa] vsebine je pred-
stavljal majhen strosˇek.
2. Cˇasovni vidik: za razvoj [dolocˇenega elementa] smo porabili
malo cˇasa.
3. Kakovostni vidik: element [dolocˇen element] je kakovostno raz-
vit.
Tabela 4.2: Genericˇni vprasˇalnik
4.7 Predstavitev rezultatov ocenjevanja
Rezultate, pridobljene z nasˇim modelom, lahko ucˇinkovito graficˇno predsta-
vimo s pomocˇjo razsevnega diagrama. V njem so kot tocˇke predstavljeni po-
samezni elementi, oznacˇeni z imeni elementov. Pri tem pa se pojavi tezˇava,
kako na dvodimenzionalnemu razsevnemu diagramu prikazati tri vidike. Da
to dosezˇemo, smo se odlocˇili tretjo dimenzijo predstaviti z barvo tocˇke. Na
abscisni in ordinatni osi sta tako predstavljena tehnolosˇki in uporabniˇski vi-
dik, tretji (vodstveni) vidik pa je predstavljen z barvo tocˇke. Uporabili smo
tri barve: cˇe je tocˇka obarvana rdecˇe, pomeni, da je vidik nizko ocenjen; ru-
meno obarvana tocˇka pomeni srednjo oceno; zelena pa visoko. Dolocˇili smo
torej tri enako velike skupine (za vsako barvo eno skupino), v katere smo
razvrstili elemente glede na vrednosti. Meji za uvrstitev v dolocˇeno skupino
smo postavili na 33. in 66. percentil glede na izmerjene vrednosti. V prvo
skupino (nizˇje ocenjeni elementi) smo uvrstili elemente z vrednostjo do 33.
percentila, v drugo skupino (srednje ocenjeni elementi) smo uvrstili elemente
z vrednostjo med 33. in 66. percentilom, v tretjo skupino (visoko ocenjeni
elementi) pa smo uvrstili elemente z vrednostjo nad 66. percentilom. S tremi
barvami prikazˇemo tako nizke in visoke ocene kot tudi vrednosti, ki so blizu
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sredini.
Kot smo opisali v podpoglavju 4.5, smo abscisno os (tehnolosˇki vidik)
razdelili z vertikalo in ordinatno os (uporabniˇski vidik) s horizontalo. Kot
smo zˇe opisali v podpoglavju 4.5, se pozicija vertikale izracˇuna na podlagi
povprecˇne vrednosti vseh elementov tehnolosˇkega vidika, pozicija horizontale
pa na podlagi povprecˇne vrednosti vseh elementov uporabniˇskega vidika. V
tako razdeljenem diagramu lahko hitro dolocˇimo, kateri elementi so uporabni,
neuporabni, nesprejeti ali neucˇinkoviti. Z barvo tocˇke pa dolocˇimo, ali je
element z vidika vodstva ustrezen ali neustrezen element. Prikaz sˇtirih skupin
elementov, glede na njihovo oceno, je povzet po raziskavi [26] in je prikazan
na sliki 4.3.
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Za sˇtudijo primera je bilo izbrano slovensko tehnolosˇko podjetje, ki se ukvarja
z razvojem razlicˇnih informacijskih resˇitev za druga podjetja. V okviru
sˇtudije primera bomo s pomocˇjo nasˇega modela ocenili njihov sistem za mer-
jenje javnega mnenja preko druzˇabnih omrezˇij (Twitterja in Facebooka). V
podjetju je zaposlenih 10 oseb, na izbranem sistemu pa delata 2 razvijalca,
ki imata hkrati zadolzˇitve tudi na drugih projektih. Sistem so razvijali 5 let,
na trgu ga pa ponujajo 3 leta. Sistem, ki ga ocenjujemo, ni edina program-
ska oprema, ki jo ponuja izbrano podjetje. Sistem financˇno sˇe ni pomemben
vir prihodka podjetja. Za nasˇo raziskavo pa je ta sistem ustrezen, ker de-
luje v oblacˇni platformi, in sicer je na voljo kot programska oprema kot
storitev. Sistem uporabniku omogocˇa izvajanje razlicˇnih analiz na podlagi
izbranih kriterijev (kljucˇna beseda, tema, lokacija itd.), realizira iskanje po
dolocˇenem druzˇbenem omrezˇju (Twitterju ali Facebooku) in vse najdene re-
zultate shrani v bazo v oblaku. Ko sistem najde dovolj rezultatov, lahko
uporabnik s temi rezultati izvede napredne analize, kot so analiza percepcije
in sentimenta, besedni oblak itd. Sistem omogocˇa tudi izvoz pridobljenih
analiticˇnih podatkov.
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5.2 Metoda modela vrednotenja
Najprej smo definirali vse elemente tega sistema, ki so vezani na dolocˇeno so-
cialno omrezˇje. Vseh elementov je 26, pri cˇemer se sˇtirje elementi navezujejo
na obe druzˇabni omrezˇji in smo jih zato zdruzˇili. Koncˇno sˇtevilo elementov
je tako 22. Vsi elementi so skupaj s skrajˇsano oznako predstavljeni v tabeli
5.1.
V raziskavo je bilo skupaj vkljucˇenih 21 anketirancev, in sicer je 18
koncˇnih uporabnikov sodelovalo pri uporabniˇskem vidiku, 2 razvijalca pri teh-
nolosˇkem vidiku in tehnicˇni direktor pri vodstvenem vidiku. Ker je tehnicˇni
direktor samo eden, razvijalca pa sta samo dva, smo s tem zajeli celotno po-
pulacijo. Tudi pri uporabnikih smo zajeli vecˇ kot polovico celotne populacije.
5.3 Analiza rezultatov in diskusija
Rezultate vprasˇalnikov smo vnesli v program SPSS, kjer smo izracˇunali pov-
precˇne vrednosti posameznih elementov, nato pa sˇe skupno povprecˇno vre-
dnost elementov po nasˇih karakteristikah. Rezultati so prikazani v tabeli
5.2.
V povprecˇju je bil najviˇsje ocenjen tehnolosˇki vidik in to s kar 6,08. Sledi
mu uporabniˇski s povprecˇno oceno 4,84 (pri katerem je najnizˇje ocenjena
karakteristika pogostost uporabe, najviˇsje pa kakovost) in nazadnje vodstveni
s 3,71. Vodstveni je najnizˇje ocenjen predvsem zato, ker je imelo podjetje
veliko strosˇkov in porabilo ogromno cˇasa za razvoj elementov.
Da bi pridobili vpogled, kako so se odgovori posameznih uporabnikov raz-
likovali med seboj, smo preverili standardne odklone posameznih elementov
uporabniˇskega vidika. Vsi standardni odkloni in povprecˇja so prikazani v
prilogi v dodatku A.
Odgovori uporabnikov se najbolj razlikujejo pri elementih, ki imajo najviˇsjo
vrednost standardnega odklona. Pri takih elementih smo zˇeleli ugotoviti, ali
sta se oblikovali 2 skupini uporabnikov (na primer eni zadovoljni in drugi
nezadovoljni) oziroma vecˇ skupin uporabnikov. Da bi to ugotovili, smo s
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Funkcionalnost Oznaka
Twitter
Iskanje Twitter objav T IO
Prikaz rezultatov s sentimentom T RS
Analiza zadetkov T AZ
Analiza dosega T AD
Analiza vsebine T AV
Analiza generatorjev vsebine T AGV
Analiza najaktivnejˇsih uporabnikov T ANU
Percepcijska analiza T PA
Oblak oznak T OO
Oblak komunikacij T OK
Prikaz socialne strani zadetkov T SSZ
Rekalkulacija analize T RA
Facebook
Dodajanje Facebook strani objav F DO
Prikaz rezultatov s sentimentom F RS
Analiza profila F AP
Analiza objav F AO
Analiza uporabnikov F AU
Analiza vsˇecˇkov F AV
Twitter in Facebook
Prenos podatkov preko API-ja TF PP
Analiza sentimenta TF AS
Besedni oblak TF BO
Analiza jezikov TF AJ
Tabela 5.1: Elementi sistema




















Tabela 5.2: Povprecˇne vrednosti po posameznem vidiku.
pomocˇjo histogramov predstavili frekvencˇno porazdelitev odgovorov uporab-
nikov za posamezne elemente z najvecˇjo vrednostjo standardnega odklona.
V nadaljevanju predstavljamo histograme takih elementov po razlicˇnih ka-
rakteristikah.
• Histogrami frekvenc pri karakteristiki zadovoljstva
Najprej smo se osredotocˇili na karakteristiko zadovoljstva, ki ima najviˇsjo
vrednost standardnega odklona pri naslednjih elementih: rekalkulacija ana-
lize (T RA), analiza profila (F AP), prikaz Facebook rezultatov s sentimen-
tom (F RS), dodajanje Facebook strani objav (F DO), prikaz socialnih strani
zadetkov (T SSZ) in analiza uporabnikov (F AU). Med nasˇtetimi 6 elementi
smo izbrali 2 elementa, ki smo ju podrobneje opisali. Opisali smo elementa
(rekalkulacija analize in analiza profila) z najviˇsjim standardnim odklonom.
Pri rekalkulaciji analize smo dobili zelo razlicˇne odgovore. Najvecˇ upo-
rabnikov je nezadovoljnih in le nekaj jih je zadovoljnih. Veliko uporabnikov
je odgovorilo nevtralno. Na histogramu (slika 5.1) opazimo, da se niso obli-
kovale nobene skupine, saj je histogram (slika 5.1) razpotegnjen cˇez celoten
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graf, najvecˇ ocen pa se je oblikovalo v levi polovici in na sredini grafa. Ta ele-
ment ima tudi pri pogostosti uporabe in kakovosti viˇsji standardni odklon.
Najbolj prevladujejo nizke ocene predvsem pri zadovoljstvu in pogostosti
uporabe.
Slika 5.1: Histogram frekvence odgovorov pri rekalkulaciji analize pri karak-
teristiki zadovoljstva
Visok standardni odklon je imel tudi element analiza profila, pri katerem
so skoraj vsi odgovori visoko ocenjeni, le 4 so nevtralni in 1 je nizˇje ocenjen.
Tako kot pri histogramu analize profila (slika 5.2), so se tudi pri ostalih zgoraj
omenjenih elementih z viˇsjim standardnim odklonom (rekalkulacija analize,
analiza uporabnikov) ocene grupirale mocˇno na desni strani histograma. Prav
tako se tudi pri teh histogramih ni oblikovalo vecˇ izrazitih skupin.
• Histogrami frekvenc pri karakteristiki pogostosti uporabe
Pri karakteristiki pogostosti uporabe imajo najviˇsjo vrednost standar-
dnega odklona naslednji elementi: prenos podatkov preko API-ja (TF PP),
dodajanje Facebook strani objav (F DO), prikaz Facebook rezultatov s sen-
timentom (F RS), rekalkulacija analize (T RA), analiza dosega (T AD) in
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Slika 5.2: Histogram frekvence odgovorov pri analizi profila pri karakteristiki
zadovoljstva
analiza vsˇecˇkov (F AV). Za podrobnejˇso analizo smo izbrali dva elementa z
najviˇsjim standardnim odklonom: prenos podatkov preko API-ja in dodaja-
nje Facebook strani objav.
Najbolj diferencirano so uporabniki odgovarjali pri elementu prenos po-
datkov preko API-ja. Vecˇino odgovorov je ocenjeno nizko, nekaj jih je visoko
in nevtralno. Ocene histograma (slika 5.3) tega elementa so razpotegnjene
cˇez celoten graf. Za ta element se ni oblikovala kaksˇna izrazita skupina. Za
nizko pogostost uporabe tega elementa je najverjetneje krivo to, da dolocˇeni
uporabniki tega elementa niso potrebovali ali pa ga niso poznali.
Pogostost uporabe elementa dodajanje Facebook strani objav je kar vi-
soka, saj se vecˇino ocen giblje na sredini in na desni strani histograma (slika
5.4). Ocene histograma so mocˇno zamaknjene v desno. Tudi za ta element
se ni oblikovala kaksˇna izrazita skupina.
Ostali zgoraj omenjeni elementi so imeli pri karakteristiki pogostosti upo-
rabe vse ocene grupirane zelo skupaj. Pri elementu prikaz Facebook rezul-
tatov s sentimentom in elementu dodajanje Facebook strani objav so bile
vrednosti histograma zamaknjene v desno (viˇsje ocenjeni odgovori), pri ana-
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Slika 5.3: Histogram frekvence odgovorov pri prenosu podatkov preko API-ja
pri karakteristiki pogostosti uporabe
Slika 5.4: Histogram frekvence odgovorov pri dodajanju Facebook strani
objav pri karakteristiki pogostosti uporabe
56 POGLAVJE 5. SˇTUDIJA PRIMERA
lizi dosega so bile vrednosti na histogramu v sredini, pri analizi vsˇecˇkov pa
zamaknjene mocˇno v levo (nizˇje ocenjeni odgovori).
• Histogrami frekvenc pri karakteristiki kakovosti
Pri karakteristiki kakovosti imajo najviˇsjo vrednost standardnega odklona
naslednji elementi: analiza generatorjev vsebine (T AGV), dodajanje Face-
book strani objav (F DO), analiza vsebine (T AV), analiza dosega (T AD)
in rekalkulacija analize (T RA). Za nadaljnjo analizo smo izbrali 2 elementa
(analizo generatorjev vsebine in dodajanje Facebook strani objav), ki imata
najviˇsji standardni odklon.
Uporabniki so pri elementu analiza generatorjev vsebine v vecˇini prime-
rov kakovost visoko ocenili, nekaj odgovorov je nevtralnih in en element je
bil nizko ocenjen. Na histogramu (slika 5.5) so vrednosti grupirane na desni
strani grafa. Pri tem elementu se ni oblikovalo vecˇ skupin. Razen elementa
rekalkulacija analize imajo vsi zgoraj omenjeni elementi ocene sˇe bolj grupi-
rane in mocˇno zamaknjene v desno (visoko ocenjeni elementi).
Slika 5.5: Histogram frekvence odgovorov pri analizi generatorjev vsebine pri
karakteristiki kakovosti
Element dodajanje Facebook strani objav ima, tako kot pri zadovoljstvu
in pogostosti uporabe, tudi pri kakovosti viˇsji standardni odklon. Pri vseh
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treh karakteristikah prevladujejo zelo visoke ocene. Vrednosti histograma
(slika 5.6) so mocˇno zamaknjene desno.
Slika 5.6: Histogram frekvence odgovorov pri dodajanju Facebook strani
objav pri karakteristiki kakovosti
Povprecˇne vrednosti ocen elementov z vseh treh vidikov smo podali v
razsevnem diagramu (slika 5.7) po postopku, opisanem v podpoglavju 4.8. V
razsevnem diagramu so se elementi (kot tocˇke) uvrstili v posamezen kvadrant
glede na uporabniˇski in tehnolosˇki vidik, z barvo pa smo prikazali vodstveni
vidik. Rezultati oziroma pozicija, v kateri kvadrant so se uvrstili posamezni
elementi, so predstavljeni v tabeli 5.3.
• Uporabni elementi
Uporabni elementi so elementi, ki so dobro ocenjeni tako z uporabniˇskega
kot tudi s tehnolosˇkega vidika. Med te elemente se je uvrstilo najvecˇ elemen-
tov, kar osem. Sem so se uvrstili predvsem osnovni elementi sistema, ki so
pomembni za njegovo delovanje, na primer iskanje Twitter objav (T IO),
dodajanje Facebook strani (F DO), prikaz Facebook in Twitter rezultatov s
sentimentom (T RS, F RS). Sem so se uvrstile tudi nekatere analize, na pri-
mer percepcijska analiza (T PA), ki je ena pomembnejˇsih analiz tega sistema,
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Slika 5.7: Elementi, razdeljeni po dimenzijah
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Uvrsˇcˇenost Element
Uporabni elementi
iskanje Twitter objav (T IO)
prikaz rezultatov s sentimentom za Twitter (T RS)
analiza zadetkov (T AZ)
percepcijska analiza (T PA)
dodajanje Facebook strani (F DO)
prikaz rezultatov s sentimentom za Facebook (F RS)
analiza profila (F AP)
analiza objav (F AO)
Neuporabni elementi
analiza najaktivnejˇsih uporabnikov (T ANU)
oblak komunikacij (T OK)
rekalkulacija analize (T RA)
analiza jezikov (TF AJ)
prenos podatkov preko API-ja (TF PP)
Neucˇinkoviti elementi
besedni oblak (TF BO)
analiza sentimenta (TF AS)
oblak oznak (T OO)
prikaz socialne strani zadetkov (T SSZ)
analiza vsebine (T AV)
Nesprejeti elementi
analiza vsˇecˇkov (F AV)
analiza uporabnikov (F AU)
analiza dosega (T AD)
analiza generatorjev vsebine (T AGV)
Tabela 5.3: Uvrstitev elementov v skupine
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saj veliko uporabnikov uporablja ta sistem za napoved dolocˇenih rezultatov,
kar se dosezˇe s to analizo.
S tehnolosˇkega vidika so se ti elementi uvrstili med uporabne zlasti zaradi
visokih ocen zanesljivosti in zmogljivosti. Pri tem vidiku izstopa element is-
kanja Twitter objav (T IO), ki je med vsemi elementi dobil najnizˇjo oceno
pri prilagodljivosti. Z uporabniˇskega vidika so ti elementi uvrsˇcˇeni med upo-
rabne zaradi visoko ocenjenih karakteristik zadovoljstva in kakovosti. Poleg
tega pa je tudi povprecˇje pogostosti uporabe vecˇje kot pri ostalih kvadrantih.
Med uporabnimi elementi izstopa prikaz Twitter rezultatov s sentimentom
(T RS), ki je v vseh uporabniˇskih karakteristikah najviˇsje ocenjen. To so-
vpada z dejstvom, da je ta element jedro sistema in ga uporabniki pogosto
uporabljajo.
Z vodstvenega vidika je samo en element ocenjen visoko, in sicer percepcij-
ska analiza (T PA). Visoko oceno ima zaradi visokih ocen cˇasovne, strosˇkovne
in tudi kakovostne karakteristike. Ostali elementi so z vodstvenega vidika
srednje oziroma nizko ocenjeni. Nizke ocene imajo zato, ker je vecˇina teh
elementov osnovnih in so v podjetju porabili veliko cˇasa ter strosˇkov za nji-
hov razvoj. Najnizˇje sta ocenjena elementa za dodajanje Twitter in Facebook
objav (T IO in F DO) ter prikaz Twitter rezultatov s sentimentom (T RS).
Vodstvo nam je potrdilo, da so pricˇakovali, da bodo osnovni elementi
sistema, kot so iskanje Twitter objav (T IO), dodajanje Facebook strani
(F DO) in prikaz Twitter in Facebook rezultatov (T RS, F RS) ocenjeni
bolje. Pricˇakovali so, da se bodo ti elementi uvrstili med visoko ocenjene
elemente predvsem s tehnicˇnega in uporabniˇskega vidika.
• Neucˇinkoviti elementi
Neucˇinkoviti elementi so sˇe posebej zanimivi za analizo, saj so ustrezni iz
uporabniˇskega in neustrezni iz tehnolosˇkega vidika − med temi elementi nas
torej zanimajo predvsem ocene tehnolosˇkega vidika, pri katerem naj pouda-
rimo, da gre za zelo majhne razlike, saj so bili vsi elementi ocenjeni visoko.
Tehnolosˇko najnizˇje ocenjen element med neucˇinkovitimi je besedni oblak
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(TF BO). Vodstvo je omenilo, da ta element uporabniki uporabljajo najpo-
gosteje, saj predstavlja nekaksˇen hiter izvlecˇek vsebine.
Element, ki se je sˇe uvrstil v ta kvadrant, je analiza sentimenta (TF AS).
Vodstvo je komentiralo, da ta element uporabljajo predvsem uporabniki, ki
se zanasˇajo na percepcijsko analizo. To so predvsem tisti, ki potrebujejo neko
napoved rezultatov, na primer napoved izida volitev. Pri takih uporabnikih
je ta element zelo pomemben.
Vodstvo je pri neucˇinkovitih elementih izpostavilo sˇe element prikaza so-
cialne strani zadetkov (T SSZ) in dodalo, da je ta element zmogljivostno
potraten, saj hkrati prikazuje vecˇ analiz. Ta element tudi opravlja konstan-
tna povprasˇevanja na podatkovno bazo zaradi osvezˇevanja podatkov in je
zato z vidika zmogljivosti prejel nizˇjo oceno.
Nizko oceno vodstvenega vidika ima element analiza sentimenta (TF AS).
Podrobni pregled nam razkrije, da je tako ocenjen zaradi visokih strosˇkov
in velike kolicˇine cˇasa, vlozˇenega v razvoj teh elementov. Ima pa element
visoko ocenjeno karakteristiko kakovosti. Uporabniki so ta element zelo dobro
sprejeli, saj ima z uporabniˇskega vidika zelo visoko oceno. Srednjo oceno z
vodstvenega vidika je dobil element besedni oblak, ki je imel v nasprotju z
zgornjim elementom manjˇse strosˇke in tudi manjˇso porabljeno kolicˇino cˇasa
vlozˇeno za razvoj.
Elementi oblak oznak (T OO), socialna stran zadetkov (T SSZ) in analiza
vsebine (T AV) imajo visoko oceno z vodstvenega vidika. Tako oceno so
pridobili zaradi visoko ocenjene kakovosti, nizˇjih strosˇkov in manjˇse kolicˇine
cˇasa, porabljene za razvoj elementov. Zgoraj nasˇtetim elementom je skupno
to, da so ti elementi stranski deli sistema in ne kljucˇni elementi oziroma jedro
sistema. Vodstvo je pritrdilo, da je bilo v razvoj teh elementov zaradi njihove
preprostosti treba vlozˇiti manj napora in strosˇkov in so zato z vodstvenega
vidika ocenjeni tako dobro.
Ker so neucˇinkoviti elementi tehnolosˇko nizˇje ocenjeni, bi bilo treba po-
praviti tehnolosˇko kriticˇni del. Vsi elementi so se uvrstili med neucˇinkovite
zaradi nizˇje ocenjene karakteristike zmogljivosti, le element analiza vsebine
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(T AV) zaradi nizˇje ocene zanesljivosti. Vodstvo je potrdilo, da so sezna-
njeni s tezˇavami v zvezi z zmogljivostjo nekaterih elementov in dodaja, da
se zavedajo, da nizka zmogljivost povecˇuje nezadovoljstvo oziroma odvracˇa
uporabnike od uporabe teh elementov. Tudi N. Khanghahi in R. Ravanmehr
[8] sta v svoji raziskavi priˇsla do zakljucˇka, da boljˇsa zmogljivost pomeni
vecˇje zadovoljstvo uporabnikov, K. V. in N. Nagappan [24] pa dodajata, da
lahko zmanjˇsana zmogljivost povzrocˇi izgube v poslu.
Nasˇ predlog izboljˇsav bi bil v tem, da podjetje najprej optimizira kodo in
poizkusi s tem pridobiti na zmogljivosti. Ker so podatki shranjeni v relacijski
podatkovni bazi, bi bil drug predlog izboljˇsanje delovanja relacijskih podat-
kovnih baz, na primer z indeksiranjem dodatnih polj. Sˇe en predlog, kar se
ticˇe podatkovnih baz, bi bil menjava relacijske podatkovne baze z nerelacij-
sko podatkovno bazo, npr. MongoDB. Prednost nerelacijskih podatkovnih
baz je namrecˇ v tem, da so v primerjavi z relacijskimi podatkovnimi bazami
bolj razsˇirljive in zagotavljajo boljˇso zmogljivost [56]. Zadnji predlog bi bil
povecˇanje virov oblaka, torej vecˇ strezˇniˇske mocˇi in boljˇsi prenos v podat-
kovno bazo, s cˇemer bi povecˇali zmogljivost elementov, prav tako pa bi se
posledicˇno povecˇala tudi zanesljivost.
Vodstvo se je strinjalo s podanimi predlogi glede optimizacije kode ter
vpeljave dodatnih indeksov na relacijski podatkovni bazi. Te spremembe
namrecˇ ne povzrocˇijo vecˇjih strosˇkov, hkrati pa lahko s tem vodstvo pricˇakuje
precejˇsnje izboljˇsanje delovanja elementa besednega oblaka, prav tako pa tudi
ostalih zmogljivostno kriticˇnih elementov. Vodstvo se z zamenjavo baze na
nerelacijsko podatkovno bazo ne strinja, saj so trenutno vsi podatki shranjeni
v relacijski bazi in bi to terjalo prevecˇ dela in cˇasa oz. bi povzrocˇilo prevecˇ
dodatnih strosˇkov. Tudi zakup dodatnih virov bi za podjetje predstavljalo
velik strosˇek. Cˇe optimizacija kode in optimizacija podatkovnih baz ne bi
zadosˇcˇala, bi vendarle premislili o povecˇanju virov oblaka. To bi storili za
zakupom vecˇ virtualnih strezˇnikov in z izbiro paketa z vecˇjimi zmogljivostmi
na podrocˇju relacijske podatkovne baze.
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• Nesprejeti elementi
Nesprejeti elementi so elementi, ki so ustrezni s tehnolosˇkega in neustrezni
z uporabniˇskega vidika, to pomeni, da jih uporabniki niso sprejeli, zato nas
pri teh elementih zanimajo predvsem ocene uporabniˇskega vidika.
Med nesprejete elemente so se uvrstili naslednji sˇtirje elementi: analiza
vsˇecˇkov (F AV), analiza uporabnikov (F AU), analiza dosega (T AD) in ana-
liza generatorjev vsebine (T AGV). Vsi nasˇteti elementi so se uvrstili med
nesprejete zaradi nizkih ocen pogostosti uporabe. Zanimivo je tudi dejstvo,
da so vsi ti elementi namenjeni analizi podatkov in niso osnovni deli sistema.
Med nesprejetimi elementi najbolj izstopa analiza vsˇecˇkov, ki ima najnizˇjo
oceno pogostosti uporabe. Poleg slednje ima nizko oceno pogostosti uporabe
tudi analiza generatorjev vsebine. Vodstvo razlaga, da so rezultati verjetno
vezani na razumevanje uporabe teh elementov s strani uporabnikov in dodaja,
da so analize bistveni del sistema, saj sami surovi podatki ne podajajo neke
bistvene dodane vrednosti, zato je za nizko pogostost uporabe najverjetneje
krivo nerazumevanje uporabnikov. Cˇeprav ima analiza vsˇecˇkov nizko oceno
pogostosti uporabe, ima visoko ocenjeno karakteristiko kakovosti.
Med temi elementi smo pri pogostosti uporabe dobili viˇsji standardni
odklon le pri elementu analiza dosega, pri ostalih nesprejetih elementih pa
ne, kar potrjuje, da je veliko uporabnikov te elemente ocenjevalo nizˇje, ker
jih ne poznajo dovolj dobro in jih zato ne uporabljajo pogosto.
S tehnolosˇkega vidika so vsi rezultati ocenjeni zelo visoko, sˇe najviˇsje pa
karakteristika zanesljivosti. Z vodstvenega vidika sta med nesprejetimi ele-
menti dva elementa z visoko (analiza uporabnikov (F AU) in analiza vsˇecˇkov
(F AV), oba zaradi visoke ocene cˇasovne karakteristike) ter dva s srednjo
oceno. Ti elementi so visoko ocenjeni tudi iz strosˇkovne karakteristike, saj so
bili strosˇki razvoja teh elementov majhni. Karakteristika kakovosti je pri vod-
stvenem vidiku pri vseh elementih ocenjena nadpovprecˇno visoko. Vodstvo
je pripomnilo, da zadovoljni z visoko oceno kakovosti s strani uporabnikov,
ki so kakovost ocenili podobno kot oni sami.
Da bi nesprejete elemente uporabniki zacˇeli uporabljati, bi jim bilo treba
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predstaviti prednosti teh elementov. Nasˇe izboljˇsave bi zajemale naslednje
predloge: v sistemu bi lahko razvijalci bolj izpostavili elemente, ki so po-
membnejˇsi, tako bi jih uporabniki lazˇje opazili in tudi preizkusili; drug pre-
dlog bi bil, da bi dodali tako imenovano hitro pomocˇ pri teh elementih, tako
bi uporabniki takoj vedeli, cˇemu so ti elementi namenjeni in bi jih tudi lazˇje
sprejeli ter nato zacˇeli uporabljati.
Vodstvu se zdijo nasˇi predlogi zanimivi. Bodo pa morali v podjetju sˇe
oceniti, kateri predlogi bi bili najprimernejˇsi. Nacˇrtujejo izdelavo ukrepov,
s katerimi bi poizkusili prepricˇati uporabnike, da bi zacˇeli uporabljati te
elemente.
• Neuporabni elementi
Neuporabni elementi so neustrezni tako s tehnolosˇkega kot tudi z upo-
rabniˇskega vidika.
Element, ki tu najbolj izstopa, je rekalkulacija analize (T RA), katere
namen je, da ponovno preracˇuna vse analize. Uporabnikom ta element ni
domacˇ, saj ima zelo nizko oceno pogostosti uporabe, zelo nizko pa je oce-
njen tudi pri ostalih dveh karakteristikah uporabniˇskega vidika. Med vsemi
elementi ima namrecˇ najnizˇjo oceno kakovosti, prav tako pa tudi najnizˇjo
oceno zadovoljstva uporabnikov. Ta element ima tudi viˇsji standardni od-
klon pri vseh karakteristikah uporabniˇskega vidika. Tudi prenos podatkov
preko API-ja (TF PP) ima nizko pogostost uporabe, ima pa nekoliko viˇsjo
oceno zadovoljstva uporabnikov v primerjavi z rekalkulacijo analize. Vodstvo
nam je pritrdilo, da element rekalkulacije analize res ni pomemben element in
ga uporablja izjemno malo uporabnikov. Obicˇajno ga uporabljajo predvsem
tisti, ki zˇelijo vplivati na izgled dolocˇenih analiz iz takega ali drugacˇnega ra-
zloga (na primer prikaz v tiskanih medijih, kjer so dolocˇene besedne zveze,
ki se znajdejo v rezultatih, problematicˇne). Tudi histogram tega elementa
nam prikazˇe zelo razpotegnjen graf pri karakteristiki zadovoljstva in kakovo-
sti: vecˇina odgovorov je nizko ocenjenih, nekaj je tudi nevtralnih, le pesˇcˇica
jih je ocenjena viˇsje. Iz histograma smo ugotovili, da se tu niso oblikovale
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skupine uporabnikov. Uporabniki, ki ta element obcˇasno uporabljajo in so z
njim zadovoljni (tudi s kakovostjo), so ta element bolje ocenili. Vodstvo je pri
elementu prenosa podatkov preko API-ja razlozˇilo, da so bili med ocenjevalci
verjetno taki uporabniki, ki tega elementa niso uporabljali. Pri histogramu
tega elementa smo preverili, cˇe se tu oblikujejo skupine uporabnikov, ki to
pogosto uporabljajo ali ne. Iz histograma tega nismo mogli potrditi, smo pa
dobili potrditev, da dosti uporabnikov pogosto ne uporablja tega elementa.
Takim uporabnikom verjetno ni pomembno, kako je sestavljen API in da
sploh obstaja. Kljub navedenim dejstvom je vodstvo izpostavilo pomemb-
nost tega elementa in dodalo, da je v primeru prikaza rezultatov na javnih
TV-postajah, kjer se vizualizacije vedno delajo na televiziji sami, API nujno
potreben in zahtevan.
S tehnolosˇkega vidika ima tudi tu najnizˇjo oceno karakteristika zmoglji-
vosti, oceni ostalih dveh karakteristik sta viˇsji. Sˇe najviˇsje je ocenjena karak-
teristika zanesljivosti. Iz tehnolosˇkega vidika sta najnizˇje ocenjena elementa
prenos podatkov preko API-ja in analiza jezika. Oba sta nizˇje ocenjena na
racˇun zmogljivosti.
Z vodstvenega vidika imamo tu nizˇje in viˇsje ocenjene vrednosti. Zaradi
visoke ocene kakovosti imata viˇsjo oceno analiza najaktivnejˇsih uporabnikov
in oblak komunikacij, preostali neuporabni elementi imajo zelo nizko oceno
strosˇkovne karakteristike, cˇasovna pa je za odtenek viˇsja. Kakovost je zelo
visoko ocenjena pri vseh elementih.
Vodstvo meni, da ukinitev teh elementov ni smiselna. Ukinitev prenosa
podatkov preko API-ja pa je za nekatere njihove stranke definitivno nespre-
jemljiva. Mozˇnost za te neuporabne elemente bi bila, da se jih poskusi teh-
nolosˇko izboljˇsati. Poleg tega je treba potencialnim uporabnikom prikazati
prednosti teh elementov, da bi jih zacˇeli uporabljati.
• Primerjava rezultatov kakovosti pri uporabniku in vodstvu
Skupaj smo primerjali sˇe karakteristiki kakovosti glede na uporabniˇski in
vodstveni vidik, da bi dobili primerjavo med oceno vodstva in oceno upo-




















Tabela 5.4: Povprecˇne vrednosti karakteristik celotnega sistema
• Ocene skupnega sistema
Razvijalci so ocenjevali celoten sistem po nasˇtetih karakteristikah: var-
nosti, zasebnosti, razpolozˇljivosti in celovitosti. V tabeli 5.4 podajamo pov-
precˇne vrednosti po teh karakteristikah:
Celovitost in razpolozˇljivost sta ocenjeni z maksimalno mozˇno povprecˇno
vrednostjo. Vodstvo je pritrdilo, da so sistem razvili tako, da uposˇteva raz-
polozˇljivost. To pomeni, da se v primeru povecˇane uporabe sistema avto-
maticˇno dodelijo dodatni oblacˇni viri za zagotavljanje boljˇse zmogljivosti.
Vodstvo se glede zagotavljanja boljˇse zmogljivosti zanasˇa na ponudnika sto-
ritev, ki mu jo zagotavlja glede na zakupljeni plan. To pomeni, da se lahko
pri povecˇani uporabi razpolozˇljivost povecˇa najvecˇ do neke dolocˇene mere,
ki je dolocˇena glede na plan, ki ga imajo zakupljenega. V primeru mocˇno
povecˇane uporabe sistema bi to tako obremenilo sistem, da bi vodilo v padec
zmogljivosti, saj se novi viri ne bi vecˇ dodeljevali. R. Ghosh, F. Longo, F.
Frattini, S. Russo in K. S. Trivedi [18] ugotavljajo, da so podatkovni cen-
tri ponudnikov zgrajeni tako, da zagotavljajo visoko razpolozˇljivost. Cˇeprav
imajo v podjetju s paketom v oblaku trenutno zagotovljeno dovolj visoko
razpolozˇljivost, bi se lahko zgodilo, da v primeru mocˇno povecˇanega iskanja
vecˇ uporabnikov hkrati ta razpolozˇljivost ne bi zadostovala. Vodstvu smo
zato priporocˇali optimizacijo kode sistema in optimizacijo podatkovnih baz,
s cˇemer lahko veliko pripomoremo k izboljˇsavi zmogljivosti in posledicˇno k
boljˇsi razpolozˇljivosti.
Vodstvo popolnoma zaupa ponudniku, da so podatki, ki se shranijo v
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podatkovni bazi oblaka, celoviti (imajo najet oblak zaupanja vrednega po-
nudnika). Vodstvo se strinja, da bi bili zadovoljni, cˇe bi imeli zagotovljen
model za ocenjevanje integritete podatkov, kot jih na primer navajajo razi-
skave [43, 44, 45].
Karakteristika varnosti je ocenjena s 4 in je tako ocenjena zato, ker v
sistemu nimajo omogocˇenega kriptiranja podatkov, saj so podatki v sistemu
javni. Zaradi tega je popolnoma vseeno, cˇe so podatki dobro zavarovani ali
ne. Vodstvo celo razlaga, da podatkov namerno nimajo kriptiranih. Menijo,
da bi to upocˇasnilo delovanje sistema in vplivalo na zmogljivost ter posledicˇno
tudi na zanesljivost sistema. Prav zato tudi odpade povecˇana varnost z
drugimi metodami, ki so jih priporocˇali avtorji D. A. B. Fernandes, L. F.
B. Soares, J. V. Gomes, M. M. Freire, P. R. M. Ina´cio [40], kot so uporaba
digitalnih potrdil, izolacija podatkov itd.
Ker so podatki v sistemu javni, je popolnoma vseeno, cˇe bi jih napadalci
pridobili. Seveda sama varnost obsega mnogo vecˇ kot samo varnost podatkov.
Lahko bi tudi ocenjevali na primer mozˇnost vdorov, spreminjanje delovanja
sistema itd. V nasˇem modelu smo se pa osredotocˇili le na varnost podatkov,
saj podjetje, s katerim smo sodelovali, ni zˇelelo iti prevecˇ v podrobnosti glede
varnosti sistema.
Karakteristika zasebnosti je mocˇno povezana s karakteristiko varnosti, kar
so ugotovili tudi R. Ghosh, F. Longo, F. Frattini, S. Russo in K. S. Trivedi
[18]. V nasˇem primeru je ocenjena s povprecˇno oceno 5,5 in je tako viˇsje
ocenjena od karakteristike varnosti. Vodstvo je razlozˇilo, da sistem uposˇteva
zasebnost uporabnikov, saj lahko uporabniki vidijo le svoje rezultate, ki so
jih vnasˇali v sistem (vsak uporabnik namrecˇ pridobi svoj racˇun, s katerim
se prijavi v sistem, s cˇemer se identificira in njegovi podatki ostanejo locˇeni
od ostalih uporabnikov).
Za boljˇso varnost in zasebnost se lahko zavarujemo na primer s pozˇarnim
zidom, overjenim digitalnim potrdilom, treba pa je imeti tudi vklopljeno
kriptiranje, nadzor dostopa in upravljanje gesel ter izdelano varnostno kopijo
podatkov.
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5.4 Odziv vodstva podjetja
Ko smo zakljucˇili z raziskavo, smo stopili v stik s podjetjem. Zˇeleli smo
namrecˇ izvedeti, kaksˇni so njihovi odzivi na rezultate. Zanimalo nas je tudi,
ali jim je nasˇ model kako pomagal ter cˇe bodo na podlagi nasˇih ugotovitev
sprejeli odlocˇitve glede izboljˇsave sistema. Vodstvu podjetja smo predstavili
rezultate ter nasˇe ugotovitve. Predstavili smo jim tudi predloge izboljˇsav.
Vodstvo nam je potrdilo koristnost rezultatov, ki so bili pridobljeni s
pomocˇjo nasˇega predlaganega modela za vrednotenje. Nasˇ model jim je na-
mrecˇ ponudil dodaten vpogled v sistem. Vodstvo je tudi zadovoljno z nasˇimi
predlogi glede izboljˇsav sistema, ki smo jih oblikovali na podlagi rezultatov
modela za vrednotenje. Pri neucˇinkovitih elementih smo ugotovili, da glavni
problem predstavlja zmogljivost. Vodstvo je sicer zˇe slutilo, da zmogljivost
povzrocˇa nekaj tezˇav, vendar pa so pred rezultati nasˇe raziskave menili, da
je obseg tezˇave bistveno manjˇsi. Vodstvo bo uporabilo nasˇe predloge, ki
obsegajo optimizacijo kode in vpeljavo indeksov na podatkovnih bazah pri
neucˇinkovitih elementih. Tudi pri nesprejetih elementih bodo uporabili neka-
tere nasˇe predloge za seznanitev uporabnikov z elementi, kot je izpostavitev
elementov in hitra pomocˇ pri elementih, s cˇemer bodo uporabnike poskusili
prepricˇati v uporabo teh elementov.
Vodstvo nekaterih predlogov ne bo uposˇtevalo. Pri neucˇinkovitih elemen-
tih ne bodo uposˇtevali predloga zakupa mocˇnejˇsega paketa v oblaku, razen
v primeru da zgornji predlogi glede zmogljivosti ne bodo delovali. Prav tako
ne bodo uposˇtevali spremembe relacijske baze v nerelacijsko. Oba predloga
namrecˇ zahtevata prevecˇ strosˇkov. Prav tako se vodstvo ne strinja z apli-
ciranjem kakrsˇnih koli varnostnih mehanizmov, na primer ne zˇelijo kripti-
rati podatkov, saj so pridobljeni podatki javni in bi kriptiranje le dodatno
obremenilo in upocˇasnilo sistem. V tabeli 5.5 smo povzeli, katere ukrepe je
vodstvo sprejelo in katerih ni.
Vodstvo podjetja je torej jasno potrdilo, da jim je nasˇ model ponudil nov
in razsˇirjen vpogled v to, kako razlicˇni delezˇniki dojemajo njihov sistem, ter
s tem omogocˇil osredotocˇenje na pripravo tistih izboljˇsav, ki bodo sistemu
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dodale najvecˇ vrednosti.
Nasˇi predlogi Odziv vodstva
optimizacija kode sprejet predlog
vpeljava indeksov sprejet predlog
izpostavitev elementov sprejet predlog




cˇe drugi predlogi za povecˇanje
zmogljivosti nebi imeli vpliva nanj)
menjava relacijske podatkovne baze
za nerelacijsko podatkovno bazo nesprejet predlog
kriptiranje podatkov nesprejet predlog
Tabela 5.5: Tabela ukrepov vodstva
Poglavje 6
Sklepne ugotovitve
Pri magistrskem delu smo najprej pregledali sorodna podrocˇja in raziskave,
na podlagi katerih smo identificirali kljucˇne karakteristike oblakov. Med
vsemi karakteristikami smo izbrali najpomembnejˇse karakteristike − karak-
teristike, za katere smo ugotovili, da se v raziskavah pojavljajo najpogosteje
oz. jih raziskave izpostavljajo kot najrelevantnejˇse.
Nasˇ model ocenjuje elemente oblaka s treh vidikov: tehnolosˇkega, upo-
rabniˇskega in vodstvenega. S karakteristikami oblaka smo pokrili tehnolosˇki
vidik, s pregledom raziskav na podrocˇju IS pa smo pridobili sˇe karakteristike
uporabniˇskega in vodstvenega vidika. Prednost nasˇega modela je v tem, da
hkrati uposˇteva vse tri vidike. Predlagani model smo preizkusili v izbranem
slovenskem podjetju, ki svojo programsko resˇitev razvija in nudi kot stori-
tev v oblacˇni platformi. Rezultati, ki smo jih dobili, potrjujejo domneve
vodstva podjetja glede nekaterih elementov oblaka. Rezultati so vodstvu
tudi podale nove informacije o njihovih elementih. Nekaj teh elementov ima
s tehnolosˇkega vidika nizko zmogljivost, kar lahko uporabnike odvracˇa od
uporabe. Z nasˇim modelom smo identificirali tako tehnolosˇko kot tudi upo-
rabniˇsko neustrezne elemente, ki potrebujejo spremembo oziroma nadgra-
dnjo. Vodstvo je mnenja, da so pridobljeni rezultati zelo koristni, saj sedaj
tocˇno vedo, katere elemente morajo uporabnikom priblizˇati. Podali smo tudi
konkretne predloge izboljˇsav, ki jih bodo uposˇtevali pri nadgradnji sistema.
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Cˇeprav se je model v konkretnem primeru izkazal kot zelo koristen, bi ga
bilo treba v prihodnje preizkusiti sˇe na drugih programskih resˇitvah. Model
bi bilo smiselno testirati tudi v podjetju, ki ponuja vecˇ razlicˇnih resˇitev v
oblaku. To bi nam omogocˇilo, da bi preverili, kaksˇne rezultate dobimo za vecˇ
razlicˇnih resˇitev znotraj istega podjetja.
Dodatek A









Iskanje Twitter objav (T IO) 0,73 (5,72) 0,81 (4,89) 0,57 (6,11)
Prikaz rezultatov
z sentimentom (T RS) 0,66 (6,11) 0,94 (5,11) 0,74 (5,89)
Analiza zadetkov (T AZ) 1,03 (5,22) 0,99 (4,28) 0,83 (5,44)
Analiza dosega (T AD) 1,08 (4,94) 1,18 (3,94) 0,97 (5,06)
Analiza vsebine (T AV) 0,92 (5,22) 0,99 (4,11) 1,05 (5,00)
Analiza generatorjev
vsebine (T AGV) 1,07 (4,44) 0,89 (3,61) 1,18 (4,78)
Analiza najaktivnejˇsih
uporabnikov (T ANU) 1,11 (4,33) 0,96 (3,5) 0,87 (5,11)
Percepcijska analiza (T PA) 1,12 (5,56) 1,1 (4,72) 0,68 (5,61)
Oblak oznak (T OO) 1,03 (5,22) 0,96 (4,44) 0,6 (5,44)
Oblak komunikacij (T OK) 0,82 (4,33) 0,69 (3,83) 0,56 (5,28)
Prikaz socialne strani
zadetkov (T SSZ) 1,17 (5,5) 1,01 (4,39) 0,85 (5,22)
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DODATEK A. ST. ODKLONI IN POVP. ELEMENTOV Z
UPORABNISˇKEGA VIDIKA
Rekalkulacija analize (T RA) 1,38 (3,5) 1,16 (2,39) 0,9 (3,56)
Dodajanje Facebook
strani objav (F DO) 1,21 (5,61) 1,24 (4,11) 1,12 (5,56)
Prikaz Facebook rezultatov
z sentimentom (F RS) 1,21 (5,56) 1,21 (4,5) 0,83 (5,83)
Analiza profila (F AP) 1,21 (5,17) 0,97 (4,06) 0,65 (5,28)
Analiza objav (F AO) 1,07 (5,17) 0,93 (3,72) 0,69 (5,5)
Analiza uporabnikov (F AU) 1,16 (4,61) 0,96 (3,44) 0,59 (5,39)
Analiza vsˇecˇkov (F AV) 0,8 (3,72) 1,00 (2,33) 0,78 (5,06)
Prenos podatkov
preko API-ja (TF PP) 0,52 (3,94) 1,67 (2,33) 0,85 (5,06)
Analize sentimenta (TF AS) 1,05 (5,89) 0,62 (4,94) 0,73 (5,72)
Besedni oblak (TF BO) 1,08 (5,22) 0,56 (4,28) 0,5 (5,56)
Analiza jezikov (TF AJ) 0,75 (4) 0,62 (3,06) 0,71 (5,22)
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