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IMPLEMENTASI SIRKUIT QUANTUM SHOR UNTUK 





Penelitian komputasi kuantum pada beberapa tahun terakhir telah berkembang 
dengan pesat dikarenakan potensi yang dimiliki oleh komputasi kuantum dalam 
menyelesaikan berbagai masalah yang sulit dihadapi oleh komputasi komputer 
klasik, salah satunya adalah penelitian yang dilakukan oleh Peter W. Shor yang 
dilakukan pada tahun 1994 tentang pemfaktoran bilangan dengan waktu polynomial 
secara kuantum yang biasanya disebut dengan Shor’s Algorithm. Algoritma 
Quantum Factorization ini membawa banyak perhatian dalam bidang kriptografi 
karena berpotensi untuk meretas beberapa sistem kriptografi yang menjadi standar 
dalam komunikasi jaringan terutama komunikasi antar internet. Penelitian ini 
bertujuan untuk melakukan implementasi dari Shor’s Algorithm dengan 
menggunakan Qiskit IBM Quantum Experience untuk menghitung performa 
peretasan kriptografi RSA dan melakukan evaluasi dari sisi waktu eksekusi 
program user time. Performa implementasi sirkuit kuantum Shor untuk peretasan 
sistem kriptografi rsa berhasil diukur. Durasi user time untuk melakukan peretasan 
RSA dengan menggunakan sirkuit kuantum Shor pada penelitian ini bergantung 
kepada jumlah qubit yang digunakan oleh sirkuit. Skenario pertama dengan 18 
qubit memakan waktu 20 detik, skenario kedua dengan 22 qubit memakan waktu 
194 detik, skenario ketiga dengan 26 qubit memakan waktu 2,395 detik, skenario 
keempat dengan 26 qubit memakan waktu 1,935 detik, skenario kelima dengan 26 
qubit memakan waktu 6,417 detik, skenario keenam dengan 26 qubit memakan 
waktu 34,086 detik. 
Kata Kunci: Algoritma Quantum Factorization, IBM Q Experience Qiskit, meretas, 
user time, qubit 
  
viii  
IMPLEMENTATION OF SHOR QUANTUM CIRCUIT FOR 






Research on Quantum Computing in the last few years has been growing rapidly, 
this is because of the potential that quantum computing holds in solving problems 
that classical computers can’t, one of which is the research made by Peter W. Shor 
in 1994 about integer factorization in polynomial time, named Shor’s Algorithm. 
This quantum factorization algorithm brought a lot of attention to the field of 
cryptography since it has the potential to break some of the cryptography system 
used for internet communications. The purpose of this research is to implement 
Shor’s algorithm quantum circuit using a quantum research framework IBM Q 
Experience Qiskit to see the performance it has to break the RSA cryptography 
system and evaluate the performance of the implementation based on the speed of 
user time. The performance of the implementation has been documented as 
followed, the user time of the implementation to break RSA is 20 seconds for the 
first test case with 18 qubits, 3 minutes 14 seconds for the second test case with 22 
qubits, 39 minutes 55 seconds for the third test case with 26 qubits, 32 minutes 15 
seconds for the forth test case with 26 qubits, 1 hour 46 minutes 57 seconds, and 
for the last test case it wasn’t able to break RSA after 9 hours 28 minutes 6 seconds 
of process time. 
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