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Negli ultimi decenni si è assistito al susseguirsi di avvenimenti socio-economici e alla 
rapida evoluzione informatica  che hanno contribuito al  passaggio  dalla  concezione 
“reale”  a  quella  “virtuale”  del  pagamento,  per  la  quale  l'adempimento 
dell'obbligazione  pecuniaria  si  realizza  con  il  semplice  trasferimento  nella  sfera 
giuridica  del  creditore  di  astratte  disponibilità  monetarie.  Uno  degli  strumenti  di 
pagamento elettronici di maggior successo e con ampie possibilità di implementazione 
è la c.d. moneta elettronica, la “quarta generazione” dei mezzi di pagamento.
Questa  novità ha indotto i  giuristi  a  impegnarsi  a  elaborare una regolamentazione, 
capace  di  definire  e  garantire  l'efficace  funzionamento  di  questa  nuova  moneta:  i 
caposaldi normativi in merito all'oggetto sono la direttiva 2000/46/CE, 2000/28/CE e 
da  ultimo  2009/110/CE.  Si  parte  la  definizione  della  e-money per  poi  scoprire  le 
tipologie, le sue numerose caratteristiche tra cui l'anonimato che, se da un lato è molto 
apprezzato da tutti i sostenitori della privacy permettendo transazioni sicure ma senza 
rivelarne l'identità,  dall'altro può portare al  cyberlaundering, ossia al  fenomeno del 
riciclaggio in rete. Infine siccome “tutto è in divenire” come disse il filosofo Eraclito si 
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In  Europa negli  ultimi  vent'anni  si  è  assistito  al  susseguirsi  di  avvenimenti  socio-
economici  che  hanno  contribuito  congiuntamente  a  una  trasformazione  in  modo 
radicale del sistema finanziario.
Il  processo  di  globalizzazione  dei  mercati,  l’introduzione  della  moneta  unica, 
l’abbattimento delle frontiere nella prestazione dei servizi e, non da ultimo, lo sviluppo 
delle  tecnologie  dell’informazione  e  della  comunicazione  hanno  innescato 
conseguenze significative destinate a riflettersi in diversi ambiti, tra i quali un posto di 
rilievo ai fini della nostra indagine è occupato dal settore dei pagamenti.
Queste  forze  hanno  gradualmente  eliminato  (o  meglio  stanno  gradualmente 
eliminando) non solo i confini fisici e spaziali della prestazione dei servizi finanziari 
portando alla nascita di nuovi strumenti di pagamento, diversi dalla moneta legale, ma 
anche la distinzione stessa tra intermediari, tra ciò che essi fanno.
Si  è  assistito  così  al  passaggio  dalla  concezione  reale  della  moneta,  intesa  come 
traditio  dei  pezzi  monetari,  alla  concezione  obbligatoria  del  pagamento,  in  cui  il 
trasferimento della somme di denaro, slegato dalla materialità della consegna, avviene 
attraverso  la  trasmissione  di  impulsi  elettronici  che  sono  diretta  espressione  della 
posizione monetaria.
La forma più evoluta di tale mezzo di pagamento, da alcuni efficacemente definita 
come  la  “quarta  generazione”  dei  sistemi  di  pagamento,  dopo  l’era  della  moneta 
legale, bancaria e scritturale, è rappresentata dalla moneta elettronica, altrimenti detta 
e-money1.
Doveroso rammentare che la nascita e lo sviluppo di questa nuova moneta digitale è un 
percorso  parallelo  al  fenomeno  in  crescita  del  commercio  elettronico,  o  meglio 
1   L’espressione è usata da PACILEO, L’attuazione in Italia delle direttive comunitarie in materia di e-money, in 
La  moneta  elettronica:  profili  giuridici  e  problematiche  applicative,  a  cura  di  SICA-STANZIONE-ZENO 
ZENCOVICH, Milano,  2006,  p.  191,  sulla  scia di  quanto autorevolmente argomentato da  SPADA,  Carte  di  
credito: “terza generazione” dei mezzi di pagamento, in Riv. Dir. civ.,1976, I, p. 490.
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 conosciuto  come  e-commerce.  Il  commercio  elettronico  rappresenta  un  ambito  nel 
quale la moneta elettronica potrebbe sviluppare in prospettiva interessanti potenzialità, 
costituendo una risposta efficace al bisogno di strumenti di pagamento sicuri per la 
rete,  all'esigenza  di  effettuare  pagamenti  anonimi  e  alla  necessità  di  strumenti  di 
pagamento adatti alle transazioni di piccolo importo.
Prima di procedere all’analisi di tale fattispecie, sono però necessarie alcune premesse 
di  carattere  metodologico.  Uno  studio  sulla  moneta  elettronica  impone  infatti 
preliminarmente di delimitare il campo d’indagine sotto il profilo dell’oggetto.
Difatti, nel primo capitolo, si procede individuando innanzitutto quali siano le figure 
riconducibili all’istituto de quo, al fine di studiarne caratteristiche ed aspetti di novità 
rispetto alle altre tipologie di mezzi di pagamento.
In proposito, vi è anzitutto da rilevare come, allo stato attuale, non esista una nozione 
univoca di moneta elettronica unanimemente riconosciuta e proprio la sua definizione 
ha visto nascere vivaci dibattiti tra studiosi, esperti di mercato e autorità di controllo.  
Per molti aspetti il problema è ancora aperto, nonostante gli sviluppi intercorsi nella 
regolamentazione del fenomeno. Tale considerazione non appare superflua, atteso che 
anche in anni recenti il sintagma “moneta elettronica” è stato talvolta inteso in senso 
meramente descrittivo delle figure maggiormente diffuse nella pratica ed utilizzato con 
grande approssimazione.
Vi è stato infatti chi, con tale espressione, ha voluto far riferimento ad una pluralità di 
fenomeni,  e,  in  particolare,  all’applicazione  delle  più  innovative  tecniche 
dell’informatica a tipologie di strumenti di pagamento “tradizionali” ben noti a tutti, 
quali ad esempio, le operazioni di bonifico e le carte di debito. In altre parole, si è 
ricondotta alla nozione in esame qualsiasi forma di trasmissione in via elettronica della 
moneta che implicasse, in misura anche solo parziale, il ricorso a mezzi informatici o 
ad  operazioni  automatizzate,  finalizzate  all’eliminazione  della  circolazione  di 
documenti cartacei nei trasferimenti di fondi (c.d. trasferimenti elettronici di fondi o 
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 T.E.F.)2.
Tuttavia, già con la prima definizione normativa introdotta con la Raccomandazione 
97/489/CE si è fornita una prima indicazione chiara su che cosa si dovesse intendere 
con l’espressione moneta elettronica. Ed invero, essa è rappresentata da uno strumento 
di pagamento ricaricabile (smart card o memoria di elaboratore), non collegato ad un 
rapporto di conto corrente, in cui è stato memorizzato l’importo corrispondente alle 
somme versate dal titolare. A tale definizione è seguita quella contenuta nella direttiva 
comunitaria 2000/46/CE, recante disposizioni in materia di avvio, esercizio e vigilanza  
prudenziale dell’attività degli istituti di moneta  elettronica, la quale, all’art. 1, terzo 
comma,  dispone  che  per  moneta  elettronica  si  intende  un  “valore  monetario 
rappresentato da un credito nei confronti dell’emittente, memorizzato su un dispositivo  
elettronico, emesso dietro ricezione di fondi il cui valore non sia inferiore al valore  
monetario  emesso  ed  accettato  come  mezzo  di  pagamento  da  imprese  diverse  
dall’emittente” .
Emerge così in maniera chiara la distinzione tra modalità elettroniche di trasferimento 
del denaro e moneta elettronica. In altre parole, si tratta di distinguere tra mezzi di 
pagamento che ricalcano lo schema trilaterale della delegazione di pagamento, laddove 
la banca, nella veste di soggetto ordinato, funge da intermediario nella trasmissione 
dell’ordine di pagamento, sulla base di rapporti sottostanti intrattenuti da un lato con 
l’ordinante (rapporto di provvista) e dall’altro con l’ordinatario (rapporto di valuta), 
siano essi “tradizionali” o, viceversa, regolati con tecniche elettroniche (trasferimenti 
elettronici di fondi) e mezzi di pagamento, fra i quali rientra la moneta elettronica, che 
2   In  particolare,  si  deve sottolineare come i  trasferimenti  elettronici  di fondi rappresentino una forma più 
evoluta di utilizzo della moneta scritturale, in quanto, prescindendo dall’utilizzo di supporti cartacei, comportano 
il  passaggio  del  tradizionale  documento  di  carta  ad  una  documentazione  di  tipo  elettronico.  Sul  punto  v. 
SANTORO,  Appunti  sulla  moneta  elettronica,  in  Riv.  Notar.,  1986,  p.  879  ss.  Sul  tema  si  vedano  inoltre 
MACCARONE,  I  trasferimenti  elettronici  di  fondi  nel  diritto  italiano,  in  Dir.  inf.,  1985,  p.  605  ss; 
GIANNANTONIO, Trasferimenti elettronici di fondi e autonomia privata, Milano, 1986; MANCINI-PERASSI, 
I trasferimenti elettronici di fondi, in  Quaderni di ricerca giuridica della Banca d’Italia, n. 23, Roma, 1991; 
DONADI,  Problemi giuridici del trasferimento elettronico di fondi,  in  Contratto e impresa,  1988, p. 559 ss.; 
GIANNANTONIO,  Trasferimenti  elettronici  di  fondi  e  adempimento,  in  Foro  it.,  1990,V,  p.  165  ss.  e 
MALAGUTI,  Trasferimenti elettronici di fondi a confronto con il diritto della concorrenza: necessità e limiti  
della cooperazione interbancaria, in Contratti e impresa, 1995, p.301 ss.
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 da tale impostazione  si discostano, in quanto fondati sul trasferimento diretto delle 
somme di denaro dal  solvens  all’accipiens, senza l’interposizione di alcun soggetto, 
nei quali il momento traslativo coincide pienamente con quello estintivo3.
E’  evidente  infatti  come  la  nozione  che  si  ricava  dalla  lettura  della  direttiva 
2000/46/CE valga a configurare la moneta elettronica in termini del tutto diversi dalle 
posizioni più sopra citate, le quali concepiscono tale fattispecie come una semplice (ed 
ulteriore rispetto a quelle già tracciate) modalità di trasmissione - in forma elettronica - 
della moneta scritturale da un conto corrente ad un altro, che, per quanto peculiare, non 
assurge a fattispecie autonoma e distinta da questa4.
In realtà, appare chiaro come, rispetto alla moneta scritturale, al di là delle analogie 
che  risiedono  sostanzialmente  nell’assenza  di  spostamento  fisico  di  denaro  e 
nell’attitudine ancora più spiccata ad uso transnazionale, la moneta elettronica presenti 
alcune caratteristiche fondamentali.
In  primis,  da  un  punto  di  vista  strettamente  giuridico,  quest’ultima,  secondo  la 
definizione contenuta nella Direttiva 2000/46/CE, può prescindere dall’esistenza di un 
conto corrente (bancario o postale) in cui annotare i  movimenti monetari5,  laddove 
invece i pagamenti con moneta scritturale si fondano di regola in un rapporto di conto 
corrente basato su annotazioni contabili cartacee di poste attive e passive.
In  secondo  luogo,  come  autorevolmente  sottolineato,  nel  caso  di  pagamento  con 
3   Sulla differenza tra moneta elettronica e trasferimenti elettronici di fondi si veda SERRA,  Considerazioni in  
tema di pagamenti elettronici e moneta elettronica, in Il contratto telematico e i pagamenti elettronici, a cura di 
Ricciuto, Milano, 2004, p. 75.
4   In questo senso si è espresso LEMME,  Moneta scritturale e moneta elettronica,  Torino, 2003, p. 124 ss., 
laddove  sostiene  che  “la  moneta  elettronica,  almeno  nelle  forme  sinora  usate,  si  configura  più  come  un  
peculiare mezzo trasmissivo, in forma elettronica, di moneta scritturale, che come una fattispecie autonoma e da  
questa distinta”.
5   Si veda in proposito l’art. 2, lett. c) della Raccomandazione 97/489/CE, il quale definisce come “strumento di 
moneta elettronica” uno “strumento di pagamento ricaricabile che non si uno strumento di pagamento mediante  
accesso a distanza, sia esso una carta con valore immagazzinato o una memoria di elaboratore elettronico,sulla 
quale è caricato elettronicamente il valore, affinchè il titolare possa effettuare le operazioni di cui all’art. 1, par.  
1”,  ossia:  “trasferimento  di  fondi  mediante  strumenti  di  pagamento  elettronici,  ritiro  di  denaro  contante  e  
caricamento  e  scaricamento  di  tali  strumenti  presso  attrezzature  come  le  casse  automatiche  e  gli  sportelli  
automatici, nonché presso l’emittente o presso un ente obbligato contrattualmente ad accettare detti strumenti di 
pagamento”.
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 moneta elettronica, la banca dell’ordinante non si interpone tra  solvens  ed  accipiens 
nel trasferire i fondi da un soggetto all’altro, ma opera piuttosto “a monte ed a valle” 
dell’operazione,  assicurando prima la  conversione  di  moneta  scritturale  o  fisica  in 
moneta elettronica e poi garantendone il rimborso6.
Da quanto finora detto, appare chiaro dunque come la differenza principale tra moneta 
elettronica  e  strumenti  di  pagamento  che  impiegano  moneta  scritturale  risieda 
essenzialmente  nelle  diverse  modalità  di  trasmissione  della  moneta  stessa,  con  la 
conseguenza  che  questi  ultimi,  anche  qualora  si  basino  sull’impiego  di  impulsi 
elettronici per trasferire disponibilità finanziarie,  non possano essere equiparati alla 
prima sotto il profilo dell’applicazione della disciplina per questa prevista.
Un'ulteriore rilevante differenza della moneta elettronica rispetto alle altre forme di 
pagamento elettroniche ma che l'accomuna alla moneta tradizionale è il suo elevato 
grado  di  anonimato:  l'uso  della  moneta  elettronica  non comporta  il  fatto  di  dover 
rivelare la propria identità, i propri estremi bancari o i dati della carta. 
Peculiarità molto apprezzata per i sostenitori della  privacy ma anche da coloro che 
intraprendono attività illecite come il cyberlaundering, ossia il riciclaggio di denaro in 
rete7.
Una volta circoscritto l’ambito di indagine alle sole figure di moneta elettronica ed 
aver  fatto  un particolar  cenno all'aspetto  penale  che  investe  la  materia,  il  secondo 
capitolo  pone  l’obiettivo  sullo  studio  della  natura  giuridica  di  quest’ultima,  con 
particolare riguardo agli elementi fondamentali che ne connotano la fattispecie e che 
valgono a ricondurla (o  meno) al genus “moneta”. In altre parole, si tratta di stabilire 
se tale figura possa essere considerata “moneta” in senso giuridico ed in quanto tale 
6   Così  OLIVIERI,  Appunti  sulla moneta elettronica,  in  Banca, borsa, tit.  cred.,  2001, I,  p.  812.  Contra,  v. 
O.TROIANO,  La moneta elettronica come servizio di  pagamento,  in AA. VV.,  La moneta elettronica: profili  
giuridici e problematiche applicative, a cura di SICA-STANZIONE-ZENO ZENCOVICH, Milano, 2006, p. 98, 
laddove si sottolinea come nel caso di utilizzo della moneta elettronica “ci muoviamo all’interno di un servizio 
che vede coinvolti una pluralità di soggetti,i quali non si limitano all’attività di emissione, perché intervengono  
prima, durante e dopo la procedura di pagamento (…). Dunque, nel pagamento a mezzo di moneta elettronica 
interviene una pluralità di soggetti che svolgono attività fondamentali affinché si realizzi l’atto solutorio”.
7   Al riguardo si veda la circolare del governatore di Banca d'Italia del 12 gennaio 2001 che reca le “Istruzioni 
operative per l'individuazione di operazioni sospette”, trattando anche della moneta elettronica.
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 idonea ad estinguere i debiti pecuniari, attraverso un’operazione volta a verificare la 
compatibilità tra il modello disegnato dal codice civile del ’42 nell’art. 1277 c.c., che 
attribuisce  potere  solutorio  ai  soli  pagamenti  effettuati  con  moneta  legale  e  le 
caratteristiche dei nuovi strumenti di pagamento.
Come si  vedrà,  non  esistono  sul  punto  posizioni  univoche.  Le  soluzioni  proposte 
oscillano  infatti  tra  chi  sostiene  che  alla  moneta  elettronica  non  possa  essere 
riconosciuto rilievo autonomo, considerandola nell’ottica di un rapporto di  species  a 
genus  con  la  moneta  scritturale  e  chi,  invece,  le  attribuisce  autonoma  rilevanza, 
equiparandola,  seppure  con alcune cautele e limitatamente a determinati  aspetti,  al 
denaro contante8. 
Al  di  là  delle  disquisizioni  teoriche,  non  può  mancare  di  sottolinearsi  come  tale 
problematica  assuma  particolare  rilievo  laddove  si  consideri  che  dall’efficacia 
liberatoria  o  meno del  pagamento con moneta  elettronica  dipenderà  in  concreto la 
maggiore o minore diffusione della stessa.
Un altro aspetto interessante ritenuto meritevole di approfondimento è rappresentato 
dall’impatto che la normativa comunitaria ha avuto sul nostro ordinamento, non tanto 
sotto il profilo della nozione di moneta elettronica, poiché in sede di recepimento della 
direttiva  2000/46/CE  il  nostro  legislatore  si  è  sostanzialmente  uniformato  alle 
previsioni comunitarie, quanto piuttosto sul versante dell’offerta del nuovo mezzo di 
pagamento. Il novellato Testo Unico Bancario, infatti, ha introdotto ex novo gli istituti 
di  moneta  elettronica  ai  quali  ha  attribuito,  unitamente  alle  banche,  la  capacità  di 
emettere e-money. 
Nel tracciare la disciplina di questa nuova categoria di intermediari, che in più punti si 
discosta significativamente da quella dettata per gli enti creditizi, il nostro legislatore 
ha  infatti  creato  un  sistema  in  cui,  perlomeno  per  quanto  riguarda  l’emissione  di 
8   Per  un  panorama  generale  delle  diverse  posizioni  assunte  riguardo  alla  natura  giuridica  della  moneta  
elettronica si vedano SERRA, Considerazioni in tema di pagamenti elettronici e moneta elettronica,op. cit., p. 66 
ss; INZITARI, La natura giuridica della moneta elettronica, cit., p. 24; OLIVIERI, Appunti sulla moneta elettronica  
,cit., p. 814 ss.; O.TROIANO, La moneta elettronica come servizio di pagamento, cit., p. 93 ss.; LEMME, Moneta 
scritturale e moneta elettronica, op.cit.,p. 123 ss; STANZIONE, Presentazione al volume La moneta elettronica:  
profili giuridici e problematiche applicative, XIII; FARENGA, La moneta bancaria, Torino, 1997, p. 199 ss.
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 moneta elettronica, non viene garantita la parità di condizioni tra i diversi operatori, 
con evidenti ripercussioni in termini di concorrenza tra gli stessi.
Ancora, spunti particolarmente interessanti sono offerti dalla disciplina sui rischi nella 
circolazione della moneta elettronica e dagli strumenti apprestati dalla normativa al 
fine di proteggere il titolare e, per questa via, rafforzare la fiducia del pubblico verso 
questi nuovi mezzi di pagamento, elemento necessario, come si è visto, per incentivare 
la diffusione dello strumento.
In ultima analisi, occorre concentrare l’attenzione sulle prospettive future della moneta 
elettronica.
A partire dalla metà degli anni Novanta, le iniziative intraprese con oggetto la nuova 
moneta da banche o da altri soggetti si sono moltiplicate, ma la maggior parte di esse è 
stata  abbandonata  dopo  la  prima  fase  di  sperimentazione.  Gli  entusiasmi  che 
animavano operatori e studiosi già a partire dagli anni Settanta, in merito alla capacità 
della  moneta  elettronica  di  imprimere  la  spinta  decisiva  all’affermazione  della 
cosiddetta cashless society, sembravano destinati ad essere ancora delusi9. L’esperienza 
maturata da altri strumenti di pagamento innovativi dimostra, infatti, che la superiorità 
tecnologica  di  un  nuovo  strumento  non  è  di  per  sé  sufficiente  a  garantirne  una 
diffusione  su  ampia  scala  e  quindi  una  spendibilità  generalizzata.  Ciò  a  causa 
dell’azione di molteplici fattori “inerziali”, sia sul fronte dell’offerta sia sul versante 
della domanda, rafforzati dagli “effetti  di rete” offerti da strumenti più ampiamente 
diffusi benché meno efficienti.
Invece le iniziative di moneta elettronica di seconda generazione sviluppate a partire 
dalla  fine  degli  anni  Novanta,  traendo  insegnamento  dell’esperienza  negativa  dei 
9   Ad esempio,  G.  W. Mitchell  (vice-presidente del  Board of  Governors  del  Federal  Reserve System) nel 
novembre del 1973 si esprimeva in questi termini: “There are no technical barriers to the spread of electronic 
funds transfer: it parallels all the work done by the check system and does it better more cheaply, faster and at  
grater convenience to all users of the payments system”. Anche i media facevano pronostici molto favorevoli:  
“After  year  of  being  carefully  planned,  tended  and  nurtured  in  the  back  rooms  of  the  nation’s  financial  
community, electronic banking finally seems ready to blossom into reality”; cfr. “Electronic Money – What it is  
and the changes it will bring”,  U.S. News and World Report,  August 5, 1974. Le due citazioni sono tratte da 
Osterberg W. P., Thomson J. B.,  Network externalities:  the catch-22 of retail payments innovations,  Federal 
Reserve Bank of Cleveland, February 15, 1998.
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 progetti  pionieri,  si  caratterizzano  per  una  significativa  evoluzione  delle  loro 
caratteristiche strategiche e tecnologiche.
Difatti il terzo capitolo si propone proprio di analizzare due nuovi “campi” di sviluppo 
e  implementazione  della  moneta  elettronica  e  di  conseguenza  le  prospettive  di 
successo.
In  primo luogo si  analizzerà  l'impiego del  cellulare  per  i  pagamenti,  il  cosiddetto 
Mobile  Payment che  rappresenta  una  grande  opportunità  per  il  sistema del  nostro 
Paese, caratterizzato, come ben evidenzia la Banca d'Italia,  da un lato, dal primato 
italiano nel mondo del mobile, e, dall'altro, dalla bassa penetrazione degli strumenti di 
pagamento elettronico. 
Pochi  paesi  possono  vantare  una  “infrastruttura”  italiana  in  termini  di  pagamenti 
mobili,  una dotazione che pone le premesse per fare della Penisola un esempio da 
seguire  in  tutta  Europa,  con ricadute  positive  in  termini  di  efficienza  del  sistema, 
riduzione dei costi operativi e contrasto all'evasione. Così, in un Paese come il nostro 
che  pure  conta  oltre  il  90  per  cento  di  pagamenti  in  contanti,  si  potrebbe  presto 
assistere a una rivoluzione in grado di cambiare le abitudini consolidate.
La chiave di volta è nella diffusione di  smartphone Nfc, tecnologia che consente di 
pagare alla cassa del negozio semplicemente avvicinando il cellulare. Uno spinta verso 
il decollo di questa nuova frontiera del pagamento arriva dall'evoluzione normativa, 
che sempre di più spinge per una diffusione dei pagamenti elettronici in un ottica di 
tracciabilità, utile a combattere l'evasione fiscale.
In ultimo si cercherà di far luce su una nuova evoluzione della moneta elettronica, che 
ha ottenuto notevole interesse sia dai media, dopo i fatti recenti della crisi cipriota, ma 
anche dalla autorevole Banca Centrale Europea (BCE) che ha condotto una studio su 
questa  moneta  “strana”  in  circolazione.  Si  chiama  Bitcoin,  è  valuta  virtuale 
decentralizzata,  ossia  non  è  controllata  nè  da  un  banca  centrale  né  da  nessun 
intermediario finanziarlo, e si conia in casa attraverso il proprio computer. Con essa 
viene meno la natura fiduciaria della moneta tradizionale che si usa quotidianamente 
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 ma offre vantaggi notevoli: costi transazione molti bassi quasi nulli, non ripudiabilità 
distribuita su molti attori, una tracciabilità che garantisce l'anonimato.
Il successo di questa valuta ha prodotto un incremento intrinseco del suo prezzo che da 
mero mezzo di transazione è diventato un bene rifugio per molte persone.
È evidente che il  monopolio della moneta per diritto sovrano come lo conosciamo 
dagli  ultimi secoli  è messo in discussione e che i mezzi di scambio informativo a 
disposizione delle persone sono sufficienti a chiudere le transazioni anche in presenza 
di scarsa liquidità. Questa è una progressiva crepa nel grande muro della moneta così 
come la concepiamo tradizionalmente e le autorità con gli strumenti normativi devono 
stare al passo con questa evoluzione. In questo senso le autorità americane si sono già 
mosse   da  qualche  mese  sottoponendo  i  Bitcoin alle  disposizioni  in  materia  di 
antiriciclaggio proprio perchè la paura che la sua peculiarità dell'anonimato favorisca il 
riciclaggio di denaro sporco e l'uso improprio di questa valuta per traffici illegali.
Dall'analisi  svolta  ritengo  che  questa  nuova  forma  di  moneta  possa  avere  buone 
possibilità di futuro soprattutto nel commercio internazionale visto che non paga né 
tassi  d'interesse  né  transazioni  e  quindi  crea  una  benefica  competizione  sugli 
intermediari  finanziari,  sui  tassi  d'interesse delle banche centrali  e,  inoltre,  crea un 
alternativa per chi voglia tenere sotto pressione le scelte dei governi che finora hanno 
avuto un potere monetario monopolistico e hanno fatto il bello e il cattivo tempo.
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 CAPITOLO I
Definizione, tipologie e caratteristiche della moneta elettronica
1 – La definizione di moneta elettronica
 
Nell'ultimo ventennio la realtà dei sistemi dei pagamenti10 ha subito un' evoluzione 
10   Il sistema dei pagamenti costituisce la complessa ed articolata infrastruttura che, nelle moderne economie,  
supporta la funzionalità e l’efficienza degli scambi di beni,  servizi e di attività finanziarie.  Esso può essere  
definito come il  complesso apparato istituzionale di  norme,  di  controlli,  di  intermediari  produttori  di  generi 
monetari  e  di  servizi  finanziari  che  supportano  il  trasferimento  della  moneta  per  l’assolvimento  delle  
obbligazioni assunte dagli operatori economici quando essi acquisiscono diritti su risorse reali e finanziarie. 
Una prospettiva di analisi dei sistemi di pagamento fa riferimento ai ruoli svolti dagli operatori rilevanti, alle  
motivazioni di fondo del loro operare ed alle relazioni che si instaurano fra gli stessi. Tale prospettiva è anche 
utile per lo sviluppo di chiavi di lettura delle logiche di fondo che orientano i processi evolutivi in atto nell’uso  
del “genere monetario” (moneta legale e moneta scritturale) e nelle modalità (strumenti) di trasferimento della 
moneta. Gli strumenti di pagamento possono consistere in servizi erogati tramite procedure interne ai circuiti  
bancari  e  postali  (strumenti  del  tipo  pagante-banca-banca-pagato);  oppure  possono  essere  basati  sulla 
circolazione materiale di supporti cartacei o di plastic cards (e relativi supporti di circolazione elettronica delle 
informazioni) che vengono trasferiti tra gli operatori dello scambio monetario (strumenti del tipo banca-pagante-
pagato-banca).
Storicamente, la produzione di servizi di pagamento si è manifestata come attività accessoria ed integrata con 
quella di intermediazione creditizia in virtù della peculiare funzione monetaria delle passività bancarie (moneta 
scritturale  bancaria),  condizione  che  ha  assicurato  all’industria  dei  pagamenti  un  tradizionale  assetto 
monopolistico dominato dalle banche. 
Più recentemente, da area accessoria, l’attività di produzione di servizi di pagamento è diventata sempre più 
un’autonoma area di business in cui le banche si trovano a competere con altri fornitori di servizi. E ciò, in primo 
luogo, per l’attrattività dell’area d’affari (per le banche retail rappresenta, secondo alcune stime, circa un terzo 
del totale dei ricavi, oltre a generare vantaggi in termini di  cross selling e di informazioni sui clienti) che ha 
incentivato l’ingresso di produttori da settori limitrofi (si pensi, ad esempio, ai servizi di pagamento proposti dal 
sistema postale e dagli emittenti di carte di credito). In secondo luogo, ha avuto rilievo nella direzione indicata  
l’elevato contenuto tecnologico dei nuovi servizi che ha accentuato il potere di mercato di operatori non bancari  
specializzati  nella  gestione  di  fasi  tecniche  della  produzione  (si  pensi,  ad  esempio,  ai  produttori  di  sistemi 
elettronici  a supporto di procedure di pagamento automatizzate). Cresce pertanto la complessità del mercato 
anche dal lato dell’offerta in termini di ampliamento della tipologia degli attori coinvolti, di differenziazione dei 
processi produttivi e dei prodotti, di varietà degli approcci strategici al mercato e delle strategie competitive. 
Avvalendosi  anche del  progresso tecnologico,  vengono introdotte  innovazioni  di  processo  e  di  strumenti  di 
erogazione dei servizi alla ricerca di vantaggi competitivi su cui fondare l’acquisizione e la difesa di quote di 
mercato e di conseguenti flussi di profitti. Attraverso l’innovazione si attua una stratificazione di generi monetari  
e di strumenti in un processo che vede le nuove proposte affiancarsi a quelle esistenti piuttosto che sostituirsi ad  
esse. Ogni strumento ha infatti un proprio campo di esistenza legato a specifiche abitudini di spesa, grado di 
istruzione, livelli di reddito che segmentano la domanda anche in ragione del livello dei costi di apprendimento, 
che  possono  essere  più  o  meno  intensi  per  soggetti  diversi,  in  funzione  dei  tempi  necessari  per  la 
familiarizzazione con le modalità d’uso dei nuovi strumenti ed in funzione dell’intensità dei rischi percepiti in 
ordine ai costi degli eventuali errori iniziali.
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 estremamente rapida dovuta, da un lato, alla sempre più articolata varietà dei processi 
di produzione e, dall'altro, alla crescita esponenziale della molteplicità dei servizi di 
pagamento offerti alla clientela.
Tali cambiamenti, frutto dei conseguenti fenomeni di integrazione e di globalizzazione 
dei mercati finanziari a livello internazionale, si esprimono come:
• miglioramento  dell'efficienza  degli  strumenti  di  pagamento  tradizionali  e 
innovazione   di  tale  categoria  di  strumenti  mediante  lo  sfruttamento  delle 
tecnologie informatiche e delle telecomunicazioni;
• favore  delle  banche  per  l'esternalizzazione  di  attività  di  supporto  alla 
prestazione di servizi di pagamento;
• concentrazione dell'offerta di servizi di pagamento in capo a ristretto numero di 
operatori specializzati ed attivi a livello globale;
• riconoscimento della centralità di infrastrutture nei vari circuiti di pagamento;
• crescente presenza sul mercato di operatori non bancari capaci di promuovere 
sistemi  di  pagamento  alternativi  a  quelli  direttamente  gestiti  dalle  banche 
centrali, tra i quali si affermano prepotentemente quelli telematici.
Il maggior impiego delle tecnologie innovative, unitamente all'atteggiamento positivo 
del sistema degli operatori, ha contribuito al passaggio dalla concezione reale della 
moneta,  intesa  come  traditio dei  pezzi  monetari,  alla  concezione  obbligatoria  del 
pagamento, in cui il  trasferimento delle somme di denaro, slegato dalla materialità 
della  consegna,  avviene  attraverso  la  trasmissione  di  impulsi  elettronici  che  sono 
diretta espressione della posizione monetaria. 
La forma più evoluta di tale mezzo di pagamento, da alcuni efficacemente definita 
come la  “quarta  generazione” dei  sistemi  di  pagamento11,  dopo l’era  della  moneta 
11   Secondo la teoria dell'autore SPADA la prima generazione dei mezzi di pagamento è identificabile nella  
moneta avente corso legale, la seconda nei titoli di credito, la terza nelle carte di credito. Se ne desume come, 
molto  probabilmente,  la  quarta  potrebbe  essere  rappresentata  dai  trasferimenti  elettronici  di  fondi  e  nei 
pagamenti elettronici. SPADA, Carte di credito: “Terza generazione” dei mezzi di pagamento, in Riv. Dir. civ., 
1976, I, p. 489.
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 legale12,  bancaria e scritturale13,  è  rappresentata dalla  moneta elettronica,  altrimenti 
detta e-money14.
E-money, moneta elettronica, borsellino elettronico e moneta digitale sono alcune delle 
espressioni ormai frequenti nel linguaggio comune15, la cui inarrestabile affermazione 
nella  realtà  socio-economica  attuale  ha  reso  inevitabile  l'intervento  del  legislatore 
comunitario  che ha emanato una normativa organica articolatasi  in tre  direttive:  la 
2000/28/CE e la 2000/46/CE, emesse entrambe il 18 settembre del 2000 concernenti 
l'avvio,  l'esercizio  e  la  vigilanza  prudenziale  dell'attività  degli  istituti  di  moneta 
elettronica,  e  da  ultimo,  la  2009/110/CE,  pubblicata  il  10  ottobre  del  2009,  che 
12   La moneta legale è costituita dalle banconote e dalle monete metalliche emesse dalla banca centrale (o dal  
sistema delle banche centrali nel caso dell’Unione Europea) di cui rappresentano passività patrimoniali dotate,  
per legge, di potere liberatorio. L’art.1277 del nostro codice civile attribuisce infatti  alla moneta della banca  
centrale  la  proprietà  di  estinguere  i  debiti  pecuniari  e  stabilisce  che  la  stessa  non  può  essere  rifiutata  in 
pagamento dal creditore. L’operazione di pagamento si esaurisce con il trasferimento materiale e la consegna 
della moneta legale. 
La moneta scritturale è costituita da debiti a vista delle aziende di credito sostanziati dalle scritture contabili  
conseguenti alla movimentazione dei depositi in conto corrente. La moneta scritturale risulta sprovvista di potere 
liberatorio in forza di legge e circola su base fiduciaria, sulla fiducia riposta nella capacità della banca debitrice 
di assicurare, ad eventuale richiesta, la conversione del debito/credito in un corrispondente importo in moneta 
legale. Il pagamento con questo genere monetario è pertanto subordinato, ai sensi dell’art.1197 del codice civile, 
al consenso del prenditore. Il trasferimento della moneta scritturale è agevolato da servizi di pagamento e dai 
corrispondenti strumenti di erogazione dei servizi di pagamento che, in diverso modo (supporti cartacei, plastic 
cards,  sistemi elettronici,  procedure interne alle banche),  con diversa tempestività e con diverso impatto sui 
rischi assunti dalle parti contraenti, danno disposizione alla banca depositaria di trasferire, mediante scritture 
contabili,  la  titolarità  della  disponibilità  in  conto  (moneta  scritturale)  dal  soggetto  debitore  dello  scambio  
(acquirente) al soggetto creditore (venditore).
13   L'  e-money,  essendo digitale  e,  quindi,  immateriale  può essere trasmessa come flusso di  bytes tramite 
qualsiasi  rete  telematica,  differenziandosi,  dunque,  dai  titoli  tradizionali  in  virtù  dell'assenza  di 
standardizzazione, sic stantibus res; tuttavia, G.CASSANO (a cura di), Internet, Milano, 2001, p. 144, rileva che 
tale  aspetto  impedisce la  diffusione di  questo strumento di  pagamento elettronico,  il  quale non può ancora  
assicurare l'interrelazione necessaria per una sua vasta utilizzazione in quanto, a tutt'oggi, non rappresenta uno 
standard di  riferimento,  bensì  una  forma  di  sperimentazione  sviluppata  in  modo autonomo da  singoli  enti  
emittenti, indipendenti l'una all'altro.
14   L’espressione è usata da PACILEO, L’attuazione in Italia delle direttive comunitarie in  materia di e-money, 
in La moneta elettronica: profili  giuridici  e problematiche applicative,  a cura di SICA-STANZIONE-ZENO 
ZENCOVICH, Milano, 2005, p. 191, sulla scia di quanto autorevolmente argomentato da SPADA,  Carte di  
credito: “terza generazione” dei mezzi di pagamento, in Riv. Dir. civ., 1976, I, p. 490. 
15   A conferma che anche nel nostro Paese l'uso di questi nuovi strumenti sta conquistando giorno dopo giorno 
sempre più attenzione da parte degli utenti, nel “Dizionario Treccani della lingua italiana” è stato inserito il  
termine “moneta” composta da due suffissi - “moneta” e “ica” (quest'ultimo derivante dal termine “informatica”) 
- ed espressione dell'insieme delle procedure informatiche che consentono il trasferimento di potere d'acquisto 
(moneta elettronica).
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 modifica le direttive 2005/60/CE e 2006/48/CE e che abroga la già citata direttiva 
2000/46/CE. 
Urgente ed irrimandabile è stata pertanto la necessità di formulare una corretta nozione 
di moneta elettronica motivata sia dalla diffusione e dall'interesse verso questo nuovo 
“strumento” di pagamento, sia dalla rapida crescita e dall'utilizzo sempre maggiore del 
commercio elettronico.
Difatti le possibilità aperte dal commercio in rete modificano in maniera radicale molte 
caratteristiche del tradizionale mercato commerciale. Nel mondo della rete le distanze 
si  annullano,  è  possibile  raggiungere  un  esercizio  commerciale  che  sito  al  di  là 
dell'oceano  con  la  stessa  facilità  di  uno  a  pochi  metri  da  casa.  Se  poi  si  pensa 
all'incremento della stipulazione di contratti conclusi tramite Internet avvenute a causa 
di alcune vicende storiche ancora di attualità16 si capisce che non si tratta più solo di un 
risparmio di tempo ma di una vera necessità.
Proprio questa nuova struttura di commercio richiede ed è perfettamente compatibile 
con la quarta generazione dei mezzi di pagamento, ideati per effettuare, in tempi e 
costi ridotti, i trasferimenti di fondi tra soggetti geograficamente distanti.
Ancora oggi il commercio elettronico si avvale soprattutto di due tipologie di mezzi di 
pagamento quali le carte di credito o di debito.
Gli  altri  mezzi  di  pagamento  nelle  transazioni  elettroniche  sono  costituiti  dal 
pagamento mediante conti virtuali17, dal pagamento mediante assegni elettronici18 e dal 
16   Ad esempio la tragedia del  11 settembre, che ha per molti  influenzato lo spostamento tramite aereo e  
l'epidemia di polmonite atipica (SARS) per il commercio con gli stati asiatici.
17   Pagamento mediante conti virtuali: sistema di pagamento in cui l'utente accende un conto presso la società  
che  gestisce  il  conto virtuale,  comunicando gli  estremi  della  propria  carta  di  credito  con  mezzi  diversi  da  
Internet. Gli viene attribuito un Virtual PIN (Personal Identification Number) che utilizzerà nelle transazioni in 
rete, al posto della carta di credito. Quando l'utente intende effettuare un pagamento trasmette il  Virtual PIN al 
fornitore, che a sua volta, lo ritrasmette alla società che gestisce il conto virtuale, la quale a sua volta chiede  
conferma all'utente prima di autorizzare la transazione. Utilizzando questo sistema gli estremi sono trasmessi una 
sola volta, o attraverso la rete o mediante altri mezzi. Tuttavia questo sistema è un sistema chiuso visto che sia  
l'utente  che  il  fornitore  devono  avere  previamente  aderito  all'accordo  contrattuale  con  il  gestore  del  conto 
virtuale. 
18   Pagamenti  mediante  assegni  elettronici:  sistema  di  pagamento  in  cui  un  utente  genera  un  assegno 
elettronico, che firma digitalmente e spedisce al fornitore. A sua volta il fornitore lo gira con la sua firma digitale  
e lo spedisce alla sua banca per l'effettuazione del pagamento. L'assegno transita in rete crittografato.
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 sempre  più  diffuso  pagamento  mediante  moneta  elettronica:  electronic  money, 
electronic cash, digital money o cyber money19.
Le autorità  comunitarie  nell'ultimo decennio hanno elaborato  nei  propri  documenti 
molteplici  definizioni di moneta elettronica molto più evolute della prima nozione 
formulata dal Larousse20:
1. “strumento di pagamento nel quale è stato immagazzinato un valore sotto forma 
elettronica,  sia  esso  carta  con  banda  magnetica  o  a  microcircuito,  oppure 
memorie dei computer”21;
2. “strumento di pagamento ricaricabile che non sia uno strumento di pagamento 
mediante accesso a distanza, sia esso una carta con valore immagazzinato o una 
memoria di  elaboratore elettronico, sulla quale è caricato elettronicamente il 
valore, affinchè il titolare possa effettuare le operazioni di trasferimento di fondi 
o di ritiro di denaro”22.
Questa  definizione  appena  citata  permette  di  cogliere  la  distinzione  tra 
“strumenti di pagamento mediante l'accesso a distanza”, come carte di credito, e 
“strumenti di moneta elettronica”.
I primi sono strumenti che consentono al titolare di accedere ai fondi detenuti 
sul proprio conto corrente presso un ente, al fine di effettuare un pagamento a 
favore  del  beneficiario,  di  norma  attraverso  l'impiego  di  un  codice  di 
identificazione personale o di un analoga prova di identità. I soggetti coinvolti 
19   Sono i  termini  più  ricorrenti  nella  letteratura  giuridica  anglosassone ma in  quel  contesto assumono i  
contenuti più vari.
20   Larousse: dizionario enciclopedico francese che definì per primo la moneta elettronica come “ensemble des  
dispositifs utilisant l'informatique et l'electronique daans les transaction bancaires”.
21   Cfr. Comunicazione della Commissione Europea del 9 luglio 1997 n. 353, volta ad ”Accrescere la fiducia  
dei consumatori negli strumenti di pagamento nel mercato unico”.
22   Cfr. art. 2, lett. c), Raccomandazione della Commissione Europea del 30 luglio 1997 n. 489, “relativa alle  
operazioni mediante strumenti di pagamento elettronici, con particolare riferimento alle relazioni tra gli emittenti 
ed i titolari di tali strumenti” (RACCOMANDAZIONE DELLA COMMISSIONE CEE n. 489 del 30 luglio 
1997 relativa alle operazioni mediante strumenti di pagamento elettronici, pubblicata in G.U.C.E. del 2 agosto 
1997, n. L 208/52.).
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 in ogni transazione sono solitamente quattro: il titolare della carta, il venditore 
della merce, la banca che tratta il pagamento con carta di credito e l'emittente 
della carta stessa.
I secondi, che costituiscono la moneta elettronica, sono definiti come strumenti 
di  pagamento  ricaricabili,  non finalizzati  al  pagamento mediante  l'accesso  a 
distanza,  ma  concepiti  come  carte  di  pagamento  ricaricabili  con  valore 
immagazzinato o memorie di elaboratore elettronico;
3. “riserva  elettronica  di  valore  monetario  su  un  dispositivo  che  può  essere 
ampiamente  utilizzato  per  effettuare  pagamenti  ad  imprese  diverse 
dall'emittente,  senza  necessariamente  implicare  la  presenza  di  conti  bancari 
nell'operazione,  avendo  essa  invece  una  natura  di  strumento  prepagato  al 
portatore”23;
Questo “diverso dall'emittente” ci introduce implicitamente i differenti concetti 
di  moneta  elettronica  multiuso  e  strumenti  elettronici  di  pagamento  di  uso 
limitato.  Gli  strumenti  di  pagamento  elettronico  monouso,  accettati  come 
pagamento solo dai  soggetti  emittenti,  non rientrano nel concetto di  moneta 
elettronica e possono essere considerati come acconti  per beni o servizi  che 
l’emittente  prevede di  fornire  successivamente.  Un esempio  di  strumento  di 
pagamento monouso è la carta telefonica prepagata, accettata solo dalla società 
di telecomunicazioni come pagamento per le chiamate telefoniche.
4. “valore monetario rappresentato da un credito nei confronti dell'emittente che 
sia:
I) memorizzato su un dispositivo elettronico;
II)  emesso dietro ricezione di  fondi  il  cui  valore non sia  inferiore al  valore 
monetario emesso;
III) accettato come mezzo di pagamento da imprese diverse dall'emittente”24.
23   Cfr.  Report on eletronic money redatto dalla BCE nell'agosto 1998 (BCE,  Report on electronic money, 
Annex 1, Frankfurt, 1998).                   
24   Cfr. art. 1, comma 3, lett. b), direttiva 2000/46/CE del Parlamento Europeo e del Consiglio del 18 settembre  
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 Secondo il docente dell'Università degli studi di Napoli Federico II G.Olivieri 
tale definizione, che comprende strumenti tecnici diversi, è “neutra” poiché, più 
del  supporto  sul  quale  il  valore  monetario  viene  memorizzato,  peraltro 
suscettibile  di  modificarsi  per  effetto  dell'innovazione  tecnica,  rileva  il 
contenuto  della  situazione  giuridica  soggettiva  imputabile  al  detentore  di 
moneta elettronica, qualificata dalla norma citata espressamente come “diritto 
di credito nei confronti dell'emittente”25.
Inoltre  possiamo notare come la suddetta norma evidenzia tre caratteristiche 
della moneta elettronica: la prima espressamente tecnica, la seconda è volta a 
garantire  contemporaneamente  la  rimborsabilità  e  la  liquidità,  la  terza  fa 
riferimento alla mutifunzionalità della carta.26
5. “valore monetario memorizzato elettronicamente, ivi inclusa la memorizzazione 
magnetica,  rappresentato  da  un  credito  nei  confronti  dell'emittente  che  sia 
emesso dietro ricevimento di fondi per effettuare operazioni di pagamento ai 
sensi dell'articolo 4, punto 5), della direttiva 2007/64/CE e che sia accettato da 
persone fisiche o giuridiche diverse dall'emittente di moneta elettronica”27.
In  conclusione,  una  definizione  esaustiva,  ancorchè  non  completa,  di  moneta 
elettronica può essere la seguente: “un titolo di credito digitale di carattere privato, 
firmato da una banca o da un'istituzione non bancaria, che contiene la promessa di 
pagare, sia a vista che al portatore, il valore nominale della moneta”28.
2000, “riguardante l'avvio, l'esercizio e la vigilanza prudenziale degli istituti di moneta elettronica” (V. G.U. n. L 
275 del 27 ottobre del 2000 ).
25  Cfr.  G.OLIVIERI,  Appunti  sulla  moneta  elettronica-Brevi  note  in  margine  alla  Direttiva  2000/46/CE  
riguardante gli Istituti di moneta elettronica, in Banca, Borsa, tit. cred., 2001, cit., p. 812.
26    Cfr. E. CASSESE, La vigilanza sugli “istituti di moneta elettronica”, in Gior. Dir. Amm., n. 2, 2001, p. 192.
27   Cfr. art. 2, n. 2, direttiva 2009/110/CE del Parlamento Europeo e del Consiglio del 16 settembre 2009,  
“concernente l'avvio, l'esercizio e la vigilanza prudenziale dell'attività degli istituti di moneta elettronica, che  
modifica le direttive 2005/60/CE e 2006/48/CE e che abroga la direttiva 2000/46/CE”, pubblicata in G.U.U.E. 10 
ottobre 2009, L 267 ss.
28  E'  l'interessante  proposta  lanciata  da  F.  SARZANA DI  S.IPPOLITO,  Profili  giuridici  dei  pagamenti 
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 La  caratteristica  fondamentale  della  moneta  elettronica  è  che  l'operazione  di 
trasmissione del denaro dal debitore al creditore avviene in tempo reale; infatti, non si 
verifica  la  scissione  tra  il  momento  dell'ordine  da  parte  del  debitore  e  l'effettiva 
trasmissione del denaro compiuta dalla banca, che caratterizza, invece, altri sistemi di 
pagamenti come ad esempio quelli mediante carta di credito.
Il  reale  autore  dell'accreditamento  non  è  più  la  banca-ordinata,  bensì  il  debitore-
ordinante:  è  lui  stesso  che,  mediante  l'utilizzo  del  sistema  elettronico,  trasferisce 
denaro  dal  proprio  conto  a  quello  della  persona  o  dell'ente  al  quale  deve  il 
pagamento.29
Pertanto si può affermare che il meccanismo di funzionamento del denaro digitale può 
caratterizzarsi  per  la  presenza  non diretta  di  intermediari  nella  fase  di  pagamento. 
Tuttavia,  affinchè  si  abbia  fiducia  in  questo  genere  monetario  è  opportuno  che 
sottostante l'emissione e/o la circolazione sia presente una banca o altra istituzione 
finanziaria, che possa meglio legittimare il potere d'acquisto.
In Italia il ricorso alla moneta elettronica è sempre più diffuso, anche se il gap con il 
resto dell’Europa resta notevole. Colpa delle resistenze psicologiche verso le nuove 
tecnologie,  che da sempre caratterizzano il  nostro Paese, ma che potrebbero essere 
superate anche grazie agli elevati standard raggiunti dalla sicurezza. Recenti studi30 
rilevano la presenza di 71,2 milioni di carte per i pagamenti in Italia, in sostanza 1,2 
per  abitante.  Un  numero  cresciuto  sensibilmente  nell’ultimo  lustro,  ma  che  resta 
inferiore  alla  media dell’Unione Europea (1,5),  per  non dire dei  paesi  più virtuosi 
come Regno Unito (2,4 per abitante) e Svezia (2,2).
Bankitalia  ha  dedicato  uno  studio31 al  tema  dove  si  sottolinea  che  le  differenze 
elettronici, in C.SARZANA DI S.IPPOLITO-F.SARZANA DI S.IPPOLITO, Profili giuridici del commercio via  
Internet, Milano, 1999, p. 162. 
29   Cfr. S. MARTUCELLI, Obbligazioni pecuniarie e pagamento virtuale, Milano, 1998, p. 190.
30    Osservatorio Assofin-Crif Decision Solutions- GfK Eurisko, relativo al consuntivo 2011.
31  Studio dal  titolo “Eterogeneità nelle  abitudini  di  pagamento: confronto tra Paesi  europei  e  specificità  
iataliane” (WHY ARE PAYMENT HABITS SO HETEROGENEOUS ACROSS AND WITHIN COUNTRIES? 
EVIDENCE  FROM  EUROPEAN  COUNTRIES  AND  ITALIAN  REGIONS)  a  cura  di  Guerino  Ardizzi, 
Eleonora Iachini, n. 144, gennaio 2013. 
17 
 nell’utilizzo di moneta elettronica tra i diversi paesi non possono essere spiegate solo 
attraverso  le  divergenze  nelle  abitudini  di  pagamento,  ma  considerando  anche  la 
struttura dell’offerta, che ne determina il grado di accessibilità e fruibilità. E in questo 
l’Italia non è certo tra le realtà più virtuose, considerata la scarsa dotazione di POS 
(Point Of Sale) tra i piccoli esercenti e i costi di gestione della moneta elettronica. Il  
primo aspetto risulta evidente anche da un’indagine condotta dall’ISPO (Istituto per gli 
Studi sulla Pubblica Opinione), secondo cui solo il 21% degli italiani mostra resistenze 
all’adozione della moneta di plastica (per lo più si tratta di pensionati o casalinghe, 
ultra 64enni e con basso titolo di studio), mentre gli altri confidano in una maggiore 
dotazione di terminali sul territorio. Sul secondo aspetto si potrebbe presto intervenire 
per via normativa, considerato che i tecnici del ministero dell’Economia hanno messo 
a punto una bozza32 di decreto finalizzata proprio a disincentivare l’uso del contante, 
prevedendo  in  particolare  spese  di  commissione  ridotte  per  i  negozianti  che 
accetteranno pagamenti elettronici per i piccoli acquisti sotto i 30 euro. Saranno inoltre 
eliminati i costi  aggiuntivi per i  distributori di benzina che consentiranno di fare il 
pieno con carta  di  credito  e  verrà  imposto  il  divieto  di  blending:  in  sostanza  non 
potranno più essere applicate tariffe uniformi alle diverse tipologie di carta (di debito, 
di credito, prepagata), ai diversi circuiti di pagamento (domestico o internazionale) e 
alle  tessere  con  differenti  caratteristiche  tecniche  (carta  aziendale,  carta  chip,  ad 
esempio). Tornando allo studio di Bankitalia, il ritardo della Penisola nella diffusione 
della  moneta  elettronica  è anche determinato dalla  diversificata  concentrazione del 
reddito. Se si confronta la posizione dell’Italia con quella dei principali paesi europei, 
emerge una relazione negativa tra livello delle transazioni con strumenti elettronici e la 
concentrazione del reddito, che nel nostro Paese risulta particolarmente accentuata. I 
passi  in  avanti  sono  dovuti  soprattutto  alla  crescita  del  commercio  elettronico,  in 
particolare sul canale mobile.
32   Il testo, già sottoposto al vaglio della Banca d’Italia e dell’Antitrust, ha ricevuto il parere favorevole del 
Consiglio di Stato.
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 1.1 – La nozione di e-money: la direttiva 2000/46/CE
Come si è detto, ad una regolamentazione specifica in materia di moneta elettronica si 
è  giunti  soltanto  con  l’emanazione  del  corpus  normativo  costituito  dalla  direttiva 
2000/46/CE,  riguardante  l’avvio,  l’esercizio  e  la  vigilanza  prudenziale  dell’attività  
degli istituti di  moneta elettronica  e dalla direttiva 2000/28/CE, relativa  all’accesso 
all’attività degli enti creditizi ed al suo esercizio, collegate tra loro dall’idea di fondo 
di  realizzare,  nell’ambito  dei  sistemi  di  pagamento  elettronici,  segnatamente  della 
moneta elettronica, un quadro giuridico comune in grado di incentivarne lo sviluppo, 
preservando al contempo l’integrità, la stabilità e la solidità finanziaria degli emittenti.
Con la direttiva 2000/46/CE si arriva finalmente ad una nozione e a una disciplina 
compiuta ed organica della moneta elettronica.
Ed invero quest’ultima, all’art. 1, terzo comma, lett. b), viene definita come “un valore 
monetario  rappresentato  da  un  credito  nei  confronti  dell’emittente  che  sia:  i) 
memorizzato su un dispositivo elettronico; ii) emesso dietro ricezione di fondi il cui 
valore  non sia  inferiore  al  valore  monetario  emesso;  iii)  accettato  come mezzo di 
pagamento da imprese diverse dall’emittente”.
Pertanto,  sulla  scorta  di  tale  definizione,  è  necessario  individuare  gli  elementi 
qualificanti  la  fattispecie,  al  fine  di  analizzarli  singolarmente  per  indagarne sia  gli 
aspetti  di  continuità  che  quelli  di  novità  rispetto  alle  definizioni  precedentemente 
formulate, di cui si è dato conto nella prima parte della trattazione. 
Finalizzato all’analisi dei requisiti necessari della fattispecie, il punto da cui partire è 
rappresentato dalla locuzione “valore monetario”.
Nel  Parere  reso  in  merito  alla  proposta  di  direttiva,  la  Banca  Centrale  Europea 
manifestò  alcune  riserve  proprio  sull’opportunità  di  inserire  nella  definizione  di 
moneta  elettronica  tale  espressione,  ritenendola  troppo generica  e  ne  auspicasse  la 
sostituzione con quella di “credito rimborsabile” (redeemable claim)33.
33   In argomento cfr. OLIVIERI, Compensazione e circolazione della moneta nei sistemi di pagamento, op.cit., 
p. 262 ss.
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 In realtà, il legislatore comunitario ha solo parzialmente accolto le proposte avanzate 
dalla  Banca  Centrale  Europea.  Egli  ha  infatti  preferito  mantenere  ferma  la 
qualificazione della moneta elettronica in termini di “valore monetario”, prevedendo 
che questo fosse rappresentato sotto forma di un diritto di credito vantato dall’utente 
nei  confronti  dell’emittente,  emesso  previa  ricezione  di  fondi  il  cui  valore  non 
risultasse inferiore al valore monetario emesso.
Innanzitutto,  la  qualificazione  in  termini  di  diritto  di  credito  è  stata  una  scelta 
pressochè  obbligata,  conseguenza  della  previsione  della  rimborsabilità  obbligatoria 
della moneta elettronica34.
Infatti,  una  volta  stabilitosi  che  il  detentore  avrebbe  potuto  chiedere  in  qualsiasi 
momento all’emittente il rimborso della moneta elettronica non spesa35, non vi era altra 
alternativa se non quella di qualificare la posizione da questi rivestita come diritto di 
credito  nei  confronti  dell’emittente.  Tale  diritto  trae  il  proprio  fondamento  dal 
versamento, da parte dell’utente, di somme da convertire in moneta elettronica, il cui 
valore sia pari al valore monetario emesso. Al riguardo, vi è innanzitutto da rilevare 
come la ricezione di fondi connessa all’emissione di moneta elettronica non integri la 
fattispecie di raccolta del risparmio tra il pubblico ai sensi dell’art. 3 della direttiva 
2000/12/CE.
Pertanto,  le  somme  ricevute  dall’istituto  emittente  non  costituiscono  depositi  alla 
clientela  e  quindi  su  di  esse  non  possono  essere  corrisposti  interessi,  né  previste 
coperture attraverso il sistema di garanzia dei depositi.
Procedendo, l’art. 1, terzo comma, lett. b), punto ii) della direttiva 2000/46/CE postula 
che debba esistere una certa corrispondenza tra moneta elettronica emessa e somme 
ricevute, da intendersi nel senso che l’ammontare di queste ultime non deve essere 
34   Ai sensi dell'art. 114 ter, comma 1, t.u.b.
35  L’art. 3 della direttiva 2000/46/CE dispone infatti che “il detentore di moneta elettronica può, durante il  
periodo di validità, esigere dall’emittente  il rimborso al valore nominale in monete metalliche e banconote o  
mediante versamento su un conto corrente  senza altre spese che non siano quelle strettamente necessarie per 
l’esecuzione di tale operazione”.
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 inferiore al valore monetario emesso. Tale previsione si spiega in ragione del divieto, 
posto a carico degli istituti emittenti diversi dalle banche, di concedere credito sotto 
qualsiasi  forma36.  Al  riguardo,  è  stato  giustamente  osservato  come la  ratio  di  tale 
divieto sia da ricondursi all’esigenza di tenere rigorosamente separati, perlomeno sul 
piano dell’operatività, gli istituti di moneta elettronica dalle banche37. 
Ed invero, ciò soprattutto laddove si considerino quei casi, di cui si è appena discorso, 
nei  quali  tali  istituti  si  trovino,  de  facto,  ad  esercitare  un’attività  che  può  essere 
inquadrata  nella  raccolta  del  risparmio  ai  sensi  della  citata  direttiva  2000/12/CE. 
Qualora  infatti  si  riconoscesse  loro  la  possibilità  di  esercitare  il  credito,  essi  si 
troverebbero nella condizione di svolgere attività bancaria a tutti gli effetti e ciò, come 
a tutti noto, è precluso a soggetti diversi dagli enti creditizi38.
Conseguenza principale di tale divieto è, come intuibile, un’operatività degli istituti di 
moneta elettronica più limitata rispetto a quella di cui godono gli enti creditizi, con 
evidenti squilibri sul piano concorrenziale tra le due categorie di emittenti. Pertanto, il 
legislatore comunitario, nel dettare la disciplina sull’e-money, si è trovato a dover fare i 
conti  con  la  difficoltà  di  garantire  parità  di  condizioni  agli  emittenti  sul  versante 
dell’offerta di moneta elettronica, difficoltà determinata principalmente dall’esistenza 
della riserva di esercizio dell’attività bancaria a favore degli enti creditizi.
36   In  argomento  si  veda  fra  gli  altri  NEGRINI,  Commento  agli  artt.  114  bis-quinquies  del  T.U.B.,in 
Commentario  al  Testo  Unico  Bancario,  a  cura  di  BELLI-CONTENTO-PATRONI  GRIFFI-PORZIO-
SANTORO,  Bologna,  2003,  p.  1887 ss.  La  ratio  di  tale  previsione  sembra  da  ricondursi  alla  necessità  di 
precludere a questa categoria di intermediari  non bancari  l’esercizio di una funzione monetaria quale quella 
tipicamente svolta dalle banche attraverso il noto meccanismo del moltiplicatore del credito, che consente loro di 
concedere volumi di credito più elevati rispetto alla raccolta effettuata.
37    Sono state però sollevate alcune perplessità circa il significato di una simile separazione, laddove, come 
spesso  accade  nella  pratica,  l’istituto  emittente  coincida  con  la  banca  stessa.  In  questi  casi,  sembrerebbe  
opportuno imporre alle banche la creazione di patrimoni separati e dedicati, al fine di evitare interferenze nello 
svolgimento delle due attività (bancaria da un lato e di emissione di moneta elettronica dall’altro) ed al contempo 
agevolare l’espletamento delle funzioni di vigilanza da parte della Banca d’Italia.  V. GENTILI,  Gli istituti di  
moneta elettronica, in La moneta elettronica: profili giuridici e problematiche applicative, op.cit., 2006, p. 40.
38    Ai sensi dell’art. 1, primo comma della direttiva 2000/12/CE, che ha riproposto la definizione contenuta  
nella direttiva n. 77/780/CE, viene qualificata come “ente creditizio” qualsiasi impresa la cui attività consiste 
“nel ricevere depositi o altri fondi rimborsabili dal pubblico e nel concedere crediti per proprio conto”. I due 
elementi  dell’attività  bancaria  (raccolta  di  depositi  fra  il  pubblico  ed  esercizio  del  credito)  sono  dunque 
indissolubilmente  legati  e  l’assenza  di  uno  di  essi  esclude  dall’ambito  di  applicazione  della  disciplina 
comunitaria l’ente che opera soltanto in uno dei due settori.
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 Da ultimo,  l’art.  1,  terzo  comma,  lett.  b),  al  punto  iii)  della  direttiva  2000/46/CE 
prevede che la moneta elettronica  debba essere  accettata in  pagamento da imprese 
diverse dall’emittente.  In proposito, mette conto osservare come la previsione della 
regola sull’utilizzabilità (rectius,spendibilità)  della moneta elettronica sia stata, come 
già  sottolineato,  inserita  per  la  prima  volta  tra  i  requisiti  della  fattispecie  de  qua 
soltanto nella proposta di direttiva della Commissione UE, mentre nei provvedimenti 
precedenti non era presente alcun riferimento sul punto. Ciò sollevava alcuni dubbi 
circa il perimetro della nozione di  e-money  e, più in particolare, su quali fossero le 
figure riconducibili o meno a tale categoria. Ora, a seguito della previsione contenuta 
nel citato art. 1 della direttiva, è possibile tracciare con chiarezza i confini tra moneta 
elettronica  e  tipologie  di  strumenti  di  pagamento  che  da  questa  differiscono  ed 
escludere  pertanto  questi  ultimi  dall’ambito  di  applicazione  della  disciplina 
comunitaria.
In proposito, è stato da più parti sottolineato come, nonostante la norma in esame non 
postuli la spendibilità generalizzata della moneta elettronica, sia ritenuta comunque 
necessaria una seppure minima circolazione dello strumento di pagamento. Ed infatti, 
nel  testo della  direttiva  si  parla  genericamente  di  “imprese diverse dall’emittente”, 
senza alcun riferimento a quanto debba essere ampio il novero di tali soggetti39.
Per onestà di trattazione è importante rilevare come il d.lgs. n. 45/12, che recepisce la 
direttiva 2009/11/CE, nel riformare l'art. 1 t.u.b., abbia novellato la nozione di moneta 
elettronica definendola “valore monetario memorizzato elettronicamente, ivi inclusa la 
memorizzazione magnetica,  rappresentata  da  un credito nei  confronti  dell'emittente 
che sia emesso per effettuare operazioni di pagamento come definite all'art. 1, comma 
1, lett. c), del d.lgs. 27 gennaio 2010, n.11, e che sia accettato da persone fisiche o 
giuridiche diverse dall'emittente”.
Perchè si possa avere moneta elettronica, dunque, pari innanzitutto debbano ricorrere, 
39   Sul punto cfr. fra gli altri PACILEO, L’attuazione in Italia delle direttive comunitarie in materia di e-money,  
cit., p. 221 ss. e OLIVIERI, Compensazione e circolazione della moneta nei sistemi di pagamento, op.cit., p. 247 
ss.
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 in positivo, i seguenti presupposti:
1. la sussistenza di un valore monetario,
2. memorizzato elettronicamente,
3. rappresentato da un credito verso l'emittente,
4. emesso per consentire operazioni di versamento, di trasferimento o prelievo di 
fondi,
5. accettato – evidentemente  quale  mezzo di  pagamento – da parte  di  persone 
diverse dall'emittente.
Ai sensi dello stesso art. 1, comma 2, lett h ter, t.u.b., d'altra parte, “non costituisce 
moneta elettronica: 1) il valore monetario memorizzato sugli strumenti previsti dall'art. 
2, comma 2, lett. m del d.lgs. 27 gennaio 2010, n. 11; 2) il valore monetario utilizzato 
per  le  operazioni  di  pagamento  previste  dall'art.2,  comma 2,  lett.  n,  del  d.lgs.  27 
gennaio 2010, n. 11”.
Le  norme  del  d.lgs.  n.  11/10  in  tal  modo  richiamate  rientrano  nel  novero  delle 
disposizioni che escludono l'applicazione di detto decreto a determinate categorie di 
operazioni.  In  particolare,  la  lett.  m si  riferisce  a  “servizi  basati  su  strumenti  che 
possono  essere  utilizzati  per  acquistare  beni  o  servizi  solo  nella  sede  utilizzata 
dall'emittente o in base ad un accordo commerciale con l'emittente, all'interno di una 
rete limitata di prestatori di servizi o per una gamma limitata di beni o servizi”; la lett. 
n a  “operazioni  di  pagamento  eseguite  tramite  qualsiasi  dispositivo  di 
telecomunicazioni,  digitale  o  informatico,  quando  i  beni  o  servizi  acquistati  sono 
consegnati al dispositivo di telecomunicazione, digitale o informatico, o devono essere 
utilizzati tramite tale dispositivo, a condizione che l'operatore di telecomunicazione, 
digitale o informatico, non agisca esclusivamente quale intermediario tra l'utilizzatore 
di servizi di pagamento e il fornitore dei beni e servizi”.
Ne discende che ,  per  potersi  configurare  moneta  elettronica,  ai  sensi  del  t.u.b.,  è 
necessari che, oltre ai cinque requisiti individuati in precedenza, ricorrano due ulteriori 
condizioni di ordine negativo:
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 6. Non essere il  predetto valore monetario spendibile solo nella sede utilizzata 
dall'emittente o in base ad un accordo commerciale con l'emittente, all'interno 
di una rete limitata di prestatori di servizi o per una gamma limitato di beni o 
servizi,
7. non essere  il  medesimo valore  monetario  utilizzato  per  l'acquisto  di  beni  o 
servizi, a livello digitale o informatico, quando l'operatore di telecomunicazione 
a cui – pare di intendere – venga effettuato il pagamento non operi unicamente 
quale intermediario fra l'acquirente e il fornitore.
Inoltre il d.lgs. n. 45/12 ha eliminato il riferimento al dispositivo elettronico contenuto 
nella  definizione  di  moneta  elettronica,  in  maniera   tale  da  ricomprendere  nella 
fattispecie anche i supporti meramente virtuali40, caricati mediante la memorizzazione 
elettronica, ivi compresa la memorizzazione magnetica41.
2 – Tipologie di moneta elettronica
Gli “schemi” di moneta elettronica attualmente in circolazione comprendono un’ampia 
varietà  di  strumenti  di  pagamento  con  caratteristiche  tecniche  e  di  funzionamento 
alquanto eterogenee e con ambiti di utilizzo differenziati. Alcuni mirano ad offrire al 
grande  pubblico  vantaggi  in  termini  di  rapidità  e  di  costo  nell’effettuazione  di 
pagamenti  di  piccolo  importo;  altri  si  propongono  di  soddisfare  le  esigenze  di 
specifiche categorie di consumatori42.
40   Che, peraltro, quasi la totalità degli autori aveva ritenuto compatibili con la definizione di moneta elettronica 
anche nel vigore della precedente normativa; e v. SELLA, La moneta elettronica nel sistema bancario italiano, 
p. 3; CAMPOBASSO, Diritto Commerciale, vol. 3, p. 163.
41   Sui dubbi che erano sorti nel sistema previgente circa l'esatto significato dell'espressione “memorizzato su 
dispositivo elettronico” v. per tutti GIORGIANNI e TARDIVO, Manuale di diritto bancario, p.8.
42   Ad esempio: i soggetti non bancherizzati, i teenagers (e le loro famiglie), i turisti, gli immigrati, gli utenti 
dell'e-commerce.
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 Preliminare rispetto alla ricostruzione degli aspetti economici-giuridici e al tentativo di 
soluzione delle relative problematiche è l'esame della gamma di moneta elettronica.
In  prima istanza  si  può distinguere  tra  moneta  elettronica  identificabile  e  contante 
digitale (digital cash o moneta elettronica anonima). 
La prima tipologia contiene in sé informazioni utili a identificare il soggetto che ha 
prelevato la moneta dalla “banca”; invece il contante digitale creato utilizzando una 
firma digitale cieca non lo consente.
La prima forma ricorda la carta di credito, la seconda la carta moneta, ma entrambe 
circolano svincolate dal rapporto materiale e per tale ragione devono evitare che la 
stessa unità virtuale di moneta venga spesa (duplicata) più volte generando il   c.d. 
effetto double spending43.
Per entrambe le tipologie il valore monetario può essere memorizzato su due differenti 
tecnologie di supporto fisico: nella smart card o nella memoria del computer.
La smart card44 è uno strumento informatico personale, sicuro e di facile utilizzo. Si 
tratta di una carta dotata di microprocessore, talora definita, con riferimento ad alcuni 
specifici  utilizzi,  anche  stored  value  product45 (letteralmente  “prodotto  con  valore 
immagazzinato”),  o  borsellino  elettronico46 e  consiste  in  una  tessera  correlata  di 
43   Per prevenire il verificarsi di spese doppie il  miglior deterrente è la comunicazione della perseguibilità  
dell'illecito. La creazione di algoritmi crittografici complessi è la chiave per creare una moneta elettronica sicura  
e  per  la  quale  si  possono  seguire  gli  spostamenti.  Un  complesso  sistema  a  doppia  serratura  garantisce  la 
sicurezza dell'anonimato e segnala quando qualcuno cerca di duplicare le spese con la stessa moneta. Quando 
avviene una seconda transazione con moneta già utilizzata si attiva il sistema che permette di accertare l'identità 
del  possessore  originario  della  moneta;  in  tutti  gli  altri  casi  la  moneta  elettronica  utilizzata  correttamente 
mantiene  l'anonimato  dell'utente.  Per  un  approfondimento  della  materia  v.  G.  SCHNEIDER, 
J.PERRY,Commercio Elettronico, Milano, 2000, p. 221 e 222.
44   L'attenzione delle autorità comunitarie per questa forma di moneta elettronica può farsi risalire al 1994, data  
di pubblicazione del primo rapporto dell'Istituto Monetario Europeo sul tema. V. IME Working Gruop on EU 
Payment System, Report on Prepaid Cards, maggio 1994.
45   In proposito, il Rapporto pubblicato dalla Banca dei Regolamenti Internazionali nell’agosto del 1996 ed  
intitolato “Secure on Electronic money” prevede che:  “Store Value Products  are generally prepaid payment 
instruments in which a record of founds owned or available to the consumer is stored on an electronic device in 
the consumer’s possession, and the amount of stored value is increasedor decreased, as appropriate, whenever 
the consumer uses the device to make a purchase or other transaction”.
46   Con l'espressione “borsellino elettronico” si intende una  smart card dotata di microprocessore contenete 
unità elettroniche che rappresenta una determinata valuta utilizzata per pagamenti di piccolissimo importo. In  
Italia  i  tre  principali  modelli  di  borsellino elettronico in corso di  avanzata sperimentazione sono Cassamat,  
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 microchip, il vero elemento intelligente in grado di assicurare la validità della carta e 
di  autorizzare  o  meno  una  determinata  transazione,  nella  quale  possono  essere 
memorizzate  delle  informazioni  che riguardano il  possessore.  Una  smart  card può 
memorizzare un numero superiore (oltre 100 volte) di informazioni rispetto a quelle 
contenute in una carta dotata di banda magnetica. 
Fra le informazioni contenute in una smart card vi possono essere, fra l'altro, dati che 
rappresentano somme di denaro, la chiave crittografica privata (per apporre la firma 
digitale) e un programma di gestione del borsellino elettronico47.
In essa la moneta elettronica è costituita da una stringa di bit alla quale è attribuito un 
determinato valore in denaro.
Solitamente nella prassi le  banche acquistano moneta elettronica presso l'emittente, 
previo versamento del corrispettivo, e la collocano a disposizione dell'utenza che viene 
fornita del portafoglio elettronico (smart card) .
In seguito a ciascuna operazione d’acquisto eseguita dall'utente il borsellino contenuto 
nella  smart card si  svuota progressivamente; viceversa, il contenuto lievita ad ogni 
nuova  ricarica.  Diverse  possono  essere  le  opzioni  in  riferimento  all'operazione  di 
“caricamento” della carta:  infatti  può avvenire o attraverso l’utilizzo degli  sportelli 
ATM (Automatic Teller Machine, in Italia più comunemente conosciuto come sportello 
bancomat), mediante l’inserimento di un codice PIN e del numero della carta sulla 
quale  trasferire  l’importo  selezionato,  oppure  per  telefono,  anche  in  questo  caso 
digitando un codice personale e provvedendo a versare il corrispettivo in contanti o 
mediante addebito sul proprio conto corrente.48
Minipay e Visacash. Al borsellino elettronico fa riferimento la B.I,  Libro della sorveglianza del  sistema dei  
pagamenti, novembre 1999. Si veda, inoltre, sul punto S.KORPER-J.ELLIS, Il libro del commercio elettronico. 
Il progetto, le tecnologie, il marketing, la distribuzione: una mappa operativa, Milano, 2000,p. 176 ss., laddove si 
sottolinea come i c.d.  borsellini  elettronici  non supportano soltanto la moneta elettronica,  ma anche assegni  
elettronici e diversi tipi di carte di credito. 
47   Al borsellino elettronico fa riferimento la BANCA D'ITALIA, Libro bianco sulla sorveglianza del sistema  
dei pagamenti, cit., p. 56.
48   Cfr. OLIVIERI, Compensazione e circolazione della moneta nei sistemi di  pagamento, op.cit., p. 252.
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 In concreto, alla base di queste operazioni di ricarica e di spesa della moneta virtuale, 
vi è codesto schema: il  titolare della  smart card trasferisce sul microprocessore un 
valore monetario pari ad un importo monetario precedentemente versato, in moneta 
contante, presso un ATM (Automatic Teller Machine) appositamente programmato per 
addebitare contestualmente l’importo sul conto corrente del titolare, o un istituto di 
credito.  Effettuata la  ricarica,  è  possibile  eseguire operazioni  di  pagamento tramite 
l’inserimento  della  smart  card nel  POS  (Point  Of  Sale)  dell’esercente  venditore; 
quest’ultimo digita l’importo del pagamento e riconsegna lo strumento di pagamento 
al titolare. Sarà sufficiente verificare l’importo digitato e premere un tasto per far sì 
che avvenga il trasferimento elettronico dei bit monetari. La disponibilità patrimoniale 
si  sposta  immediatamente  dalla  carta  di  pagamento  al  POS  (Point  Of  Sale)  del 
venditore. La trasmissione del credito non viene posticipata nel tempo ma è istantanea, 
come  se  si  trattasse  di  trasferimento  di  monete  o  di  banconote.  Il  ruolo  dell’ente 
creditizio è preliminare all’operazione di trasferimento di fondi: egli provvede a dotare 
i soggetti interessati dello strumento di moneta elettronica49.
Durante la transazione il rapporto intercorre esclusivamente tra debitore e creditore; 
essi muovono delle disponibilità monetarie senza necessità di alcun intervento esterno 
che  assicuri  la  bontà  del  pagamento:  manca  la  fase  del  cosiddetto  “buon  fine”50 
49   Analoga descrizione dello schema sul quale si basano le carte prepagate (meglio note come Stored Value  
Cards o SVC) negli Stati Uniti d'America si rinviene in U.S. DEPARTEMENT OF THE TREASURY, Towards 
Electronic Money and Banking: the Role of Government, Washington, 1996, par. II; FEIN, Law of Electronic  
Banking, cit.,§ 6.02; BUDNITZ, Stored Value Cards and the Consumer: the Need of Regulation, in 46 Am. U.L. 
Rev., p. 1027.
50   Nella tecnica bancaria italiana nella pratica commerciale in genere, la clausola di salvo buon fine (spesso 
indicata in sigla come "s.b.f." o "sbf") è una condizione della ricezione di un pagamento effettuato mediante la 
girata di un  titolo, pagamento del quale si dà quietanza provvisoria; quando il titolo verrà portato all'incasso, in 
assenza di contestazioni sulla validità e/o sulla copertura del titolo, e quindi a titolo onorato, il pagamento si  
considererà perfezionato e con esso sarà assolta l'obbligazione di chi deve effettuare il  pagamento, e non in 
tempo reale come in altri paesi. In pratica, il titolo (il caso tipico riguarda un pagamento effettuato con assegno 
bancario)  viene  accettato  con  presunzione  temporanea  di  validità  e  dal  momento  dell'accettazione  possono 
immediatamente farsi decorrere conseguenze pratiche del pagamento (ad esempio la consegna di un bene o 
l'erogazione di un servizio o l'esecuzione di una prestazione); tuttavia, se il titolo viene accettato con questa 
condizione, l'eventuale successivo mancato buon fine comporta giuridicamente che il  pagamento non è stato 
effettuato. La pratica commerciale di ricevere titoli salvo buon fine presenta il vantaggio di consentire di dare  
immediato  effetto  alle  obbligazioni  contrattuali  legate  al  pagamento,  senza  dover  attendere  i  tempi  per  la 
negoziazione dell'assegno, che in Italia non è ancora in tempo reale, come nel resto del mondo, ma presenta 
anche alcuni rischi concretamente riferiti al mancato pagamento del titolo.
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 dell’operazione. Il  “denaro” che transita dalla  smart card al POS (Point Of Sale) è 
concretamente  costituito  da  impulsi  elettronici  che  verranno  successivamente 
convertiti  in  qualsiasi  valuta  ed  al  corso  di  cambio  vigente  al  momento  del 
trasferimento.
Il  rapporto  intercorrente  tra  il  titolare  della  smart  card e  l’istituto  emittente  è 
totalmente  regolato  dalle  parti;  si  tratta  di  una  disciplina  di  natura  esclusivamente 
convenzionale; restano fermi gli obblighi previsti per i fornitori di servizi di moneta 
elettronica verso i consumatori e cioè: informazione, trasparenza e rimborsabilità su 
richiesta del titolare della carta per tutto il periodo di validità della stessa. 
Le  transazioni  descritte  avvengono  in  modalità  offline51;  ciò  le  distingue  dai 
tradizionali mezzi di pagamento elettronici, come i bancomat o le carte di credito. La 
moneta  elettronica  non  necessità  obbligatoriamente  della  linea  telefonica,  e  di 
conseguenza il venditore non sopporta costi di connessione per ciascuna operazione di 
compravendita;  egli  spenderà  una sola  volta  per il  trasferimento della  disponibilità 
monetaria  dal  POS  al  proprio  conto  corrente.  Inoltre,  il  trasferimento  off-line 
garantisce una maggiore sicurezza nelle transazioni, le quali non sono soggette alle 
insidie tipiche delle reti.
Esistono molti tipi di smart card, fra cui quelle che possono essere utilizzate soltanto 
per scopi specifici (quali, ad esempio, il pagamento del pedaggio autostradale) e quelle 
che sono suscettibili di un utilizzo di carattere generale. Tuttavia, si parla di moneta 
elettronica  solo  quando  si  fa  riferimento  a  carte  di  pagamento  a  spendibilità 
generalizzata. Negli altri casi, se l'utilizzo è limitato al circuito dell'emittente, si tratta 
di semplice pagamento anticipato dei beni e servizi offerti dall'emittente52.
L'utilizzo delle smart card consente l'adozione di particolari sistemi di sicurezza, fra i 
51   Entrambe le tipologie,sia  smart card  che  software money,  possono essere veicolate  on-line  o  off-line  a 
seconda che si debba o meno interagire con una banca via modem o via network per concludere una transazione 
con un soggetto terzo.
52   Di  entrambi  i  tipi  di  carte,  con  riguardo  all'esercizio  della  funzione  di  sorveglianza  nel  sistema  dei  
pagamenti, si occupa BANCA D'ITALIA, libro bianco sulla sorveglianza del sistema dei pagamenti, cit., p. 25.
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 quali  il  monitoraggio  dei  codici  che  identificano  le  transazioni  effettuate,  così  da 
verificare l'eventuale duplicazione di transazioni: ciò può sollevare problema di tutela 
del trattamento dei dati personali, di cui poi se ne tratterà. Inoltre è possibile, da un 
punto di  vista tecnico-informatico,  trasferire informazioni  e,  quindi,  denaro da una 
smart card all'altra.
Tuttavia  la  moneta  elettronica  non richiede  necessariamente  un  supporto  materiale 
particolare  ma può essere  memorizzata  su  file,  sulla  memoria  del  computer  o  sua 
qualsiasi altro supporto idoneo.
Il valore si immagazzina non su un appoggio fisico, bensì su un  file contenuto nella 
memoria  del  proprio  computer:  tale  diretta  connessione  “fisica”  tra  elaboratore 
elettronico  -  l'apparecchio  utilizzato  per  la  stipula  dei  contratti  nell'ambito  delle 
operazioni di commercio elettronico – e mezzo di pagamento rende la c.d.  software 
money caricata  sul  PC  lo  strumento  tipico,  di  più  immediata  utilizzabilità,  per  il 
pagamento nelle transazioni via Internet53.
Oltre che per il supporto fisico e logico a tal fine utilizzato, gli schemi che rientrano 
della  software  money  differiscono  dalle  smart  card  anche  in  ragione  di  alcune 
caratteristiche  proprie  dell'ambiente  informatico  ne  quale  sono  destinate  a  trovare 
applicazione.
La smart card risulta caratterizzata dal limitato valore dell'importo massimo caricabile, 
dall'attitudine ad essere usata nel commercio al dettaglio, dal funzionamento off line e 
non in tempo reale nei circuiti telematici, dalla completa anonimia dell'uso; mentre al 
contrario la  software money,  proprio per la sua connotazione di non disporre di un 
supporto materiale e di essere stata concepita specificatamente per regolare via Internet 
le  transazioni  di  commercio  elettronico  (in  particolare  tra  aziende  o  tra  queste  e 
banche),  non  conosce  limiti  di  importo,  generalmente  contiene  importi  di 
53   Cfr., in tal senso, DRAETTA,  Internet e commercio elettronico, cit., p. 123, il quale rileva che “l'uso di 
moneta elettronica appare indispensabile per lo sviluppo del commercio elettronico”; analoghe considerazioni 
sono espresse, a livello comunitario nella Raccomandazione della Commissione del 30 luglio del 1997 relativa  
alle operazioni mediante strumenti di pagamento elettronici, cit., (4) considerando; nonché nella Comunicazione  
della Commissione su I pagamenti al dettaglio nel mercato interno, COM (2000)  36 del 31 gennaio 2000.  
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 considerevole valore e consente la possibilità di effettuare pagamenti a distanza tra 
soggetti “assenti” che raramente si conoscono e che talvolta sono sottoposti a ordini 
giuridici diversi54
Emerge  tra  le  suindicate  sostanziali  differenze,  in  particolare,  quella  attinente  alla 
diversa  finalità  dei  due  archetipi  di  denaro  digitale:  la  prima  tipologia,  essendo 
solitamente caricata con importi limitati, è destinata ad essere impiegata nel circuito 
dei “consumatori”; in opposto, la seconda si presta ad un'utilizzazione più diffusa e 
generale, anche da parte di grandi operatori, suscitando, però, l'  “attenzione” anche 
della criminalità organizzata, alla continua ricerca di strumenti per il riciclaggio del 
denaro sporco.
Quest'ultimo aspetto ha spinto il Comitato economico e sociale dell'Unione Europea a 
criticare  l'aver  accomunato  nella  definizione  di  moneta  elettronica  sia  la  software 
money, sia la moneta caricata sulle carte a microprocessore.
Pertanto, pur avendo tali prodotti alcune caratteristiche comuni, come la possibilità di 
utilizzazione da parte  di  banche o terzi  e  l'anonimia dell'uso,  il  suddetto Comitato 
economico e sociale ha suggerito di sottoporre gli enti abilitati ad emettere  software 
money  a prescrizioni più severe,  sottolineando,  infatti,  come l'emissione di  moneta 
elettronica “non crea moneta, ma la sostituisce”.
Sempre in tema di distinzioni della moneta elettronica è importante esaminare quella 
che si basa sulla sua modalità di circolazione.
Se la moneta elettronica ricevuta dal beneficiario non può essere nuovamente utilizzata 
ma deve essere inviata all’emittente per il rimborso parliamo di circolazione chiusa.
Mentre se la moneta elettronica funziona in modo molto simile alle banconote e alle 
monete metalliche, quindi può essere tranquillamente riutilizzata in altre operazioni a 
sua volta parliamo di circolazione aperta.
Attualmente prevale la circolazione chiusa ma si ipotizza che quella aperta diventi più 
54   Per alcuni profili inerenti la conclusione di contratti attraverso sistemi di comunicazione a distanza cfr. la  
direttiva 97/7/CE  riguardante la protezione dei consumatori in materia di contratti a distanza,cit.; attuata in 
Italia con d.lgs. n. 185/1999; nonché, in dottrina, OPPO, Disumanizzazione del contratto?, in Riv. Dir. Civ., 1998.
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 comune in futuro, se i relativi sistemi di sicurezza miglioreranno.
La circolazione aperta potrebbe risultare più efficiente in termini di costi rispetto a 
quella chiusa, e potrebbe rivelarsi più conveniente per gli utenti. 
In aggiunta agli schemi di moneta elettronica analizzati vi è il  token based. I  token, 
letteralmente  gettoni,  sono  dei  certificati  che  attestano  il  pagamento.  Essi  sono 
identificabili da un numero di serie che è unico, e a ciascuno è associato un valore 
fisso e non modificabile. Tuttavia, bisogna precisare che : “An electronic token is a 
digital analog of various forms of payment backed by a bank or financial instituion. 
That  is  to  say:  tokens  must  be  backed  by  cash,  credit,  electronic  bill  payments 
(prearranged and spontaneous),  cashier's  checks,  letters  of  credit,  or wire transfers. 
Each options incurus trade-offs among transaction speed, risk, and cost”.55
L'emittente di queste espressioni monetarie dovrebbe sostenere l'onere di garantire la 
convertibilità; questi poi può decidere di produrre token con modalità prepagata (pre-
paid token) o a pagamento differito (postpaid token). I primi sono scambiati tra un 
compratore e venditore; in questo caso il  token svolgono la funzione della moneta, 
come unità di conto, e lo scambio avviene per via elettronica, così come nel secondo 
caso dove però il token è impiegato avendo come riferimento istruzioni di pagamento 
che devono essere scambiate tra  compratore  e venditore.  In  questo caso,  allora,  la 
moneta svolge funzione di scambio. Tra i più noti esempi di pre-paid token ci sono gli 
strumenti riconducibili alla categoria del denaro digitale (e-money o cyber-money)56 e 
55   Kalakota, Whinston (1997), pp.158-159. Inoltre: “Most transaction settlement methods ude credit cards, 
while others use other tokens for value, effectively creating currencies of dubious liquidity and while interesting 
tax, risk, and cloat implications. (…) Tokens might suddenly become worthless because of bank failure leaving 
customers with currency that nobody will accept. If the system steres value in a smart card, consumers may be 
exposed to risk as they hold static assets. Further electronic tokens might be subject to discounting or arbitrage.  
If the transaction has a long lag time between product delivery and payment to merchants, there is a risk to  
merchants taht buyers will noy pay, or to buyers that the vendor will not deliver”.
56   Il  contante elettronico (eletronic cash),  a  sua volta  può essere distinto in due forme: accountable (per 
esempio Cybercash e Digitalcash);  non-accountable (Mondex e Visa Cash). Nel primo caso ogni pagamento 
deve essere autorizzato da un emittente, ciò rende costoso il sistema oltre a essere impraticabile il pagamento  
quando l'emittente è in una situazione off-line. Nel secondo caso, invece, non è richiesta l'autorizzazione per il  
pagamento  pertanto  il  costo  di  elaborazione  dell'operazione  è  più  contenuto.  Per  contro  il  rischio  è  quello 
secondo il quale qualcuno può copiare il numero di serie del contante elettronico e spenderlo più volte.
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 taluni esempi di borsellino elettronico; schemi che replicano le logiche della moneta 
legale, in rete57.
2.1 - Smart card: dai primi esperimenti basati sui modelli Proton e Mondex fino al  
recente Minipay
La tipologia di moneta elettronica che per prima si è diffusa nella pratica è costituita 
dalla prima delle due fattispecie appena illustrate, ossia dalle carte prepagate multiuso 
(c..d.  smart cards o multi- purpose), fenomeno relativamente nuovo nel nostro Paese 
ma noto da tempo all’esperienza straniera, soprattutto nordamericana.58
Tra i primi sistemi utilizzati per la memorizzazione di somme di denaro su smart card 
si annoverano il sistema Proton ed il sistema Mondex. 
Il primo, nato e sviluppatosi verso la fine degli anni Settanta in Belgio, è rappresentato 
da una carta, emessa da banche abilitate ed utilizzabile presso esercizi convenzionati 
57   Sul punto v. P.BIFFIS, Le operazioni e i servizi bancari, Torino, 2012, p. 289.
58   Le origini di tale fenomeno possono essere ricondotte al giornalista francese Roland Moreno, il quale, nel 
1974, brevettò la c.d. smart card, ossia una tessera a banda magnetica con microprocessore incorporato, dotato di 
capacità di memorizzazione di una notevole quantità di dati. Sul punto v. per tutti OLIVIERI, Compensazione e  
circolazione della moneta nei sistemi di pagamento, Milano, 2002, p. 247. 
Nell’esperienza  francese,  le  banche  acquistano  una  determinata  quantità  di  moneta  elettronica,  previo 
versamento del corrispettivo presso l’istituto emittente e la mettono a disposizione degli utenti sotto forma di  
smart  card,  ricaricabile  presso  apparecchi  automatici  messi  a  disposizione dalla  banca  dietro  pagamento in 
denaro  contante  o  con  addebito  sul  conto  corrente  del  cliente.  Il  pagamento  con  tale  schema  di  moneta  
elettronica avviene con il passaggio diretto delle somme impegnate dal debitore al creditore, sia inter absentes 
(ad esempio, attraverso Internet),  che tra persone presenti,  come accade quando si  utilizza il  POS installato 
presso  un  esercizio  convenzionato.  Periodicamente,  il  titolare  della  carta  provvederà  a  svuotare  il  proprio 
borsellino elettronico  presso la  banca,  la  quale  contestualmente gli  accrediterà le  somme corrispondenti  sul 
conto. In argomento, v. BLANLUET, La mannaie électronique. Definition- nature juridique, in Rev. Droit banc. 
Fin., 2001, p. 128 ss. 
Tra i  primi  esempi  di  utilizzo di  tale  schema di  pagamento nell’esperienza statunitense si  ricorda invece il 
servizio fornito dalla Visa (denominato VisaCash) durante le Olimpiadi di  Atlanta nel 1996. Sul punto si veda,  
ex plurimis, FEIN, Law of Electronic Banking, New York, 2001, Supplement, par.  6.02, C.3. In  particolare, 
giova qui sottolineare come negli Stati Uniti si discuta se tale tipologia di mezzo di pagamento elettronico possa 
essere ricondotta o meno all’alveo dei trasferimenti elettronici di fondi (Electronic Founds Tranferts -EFT-), con 
conseguente  applicazione  della  disciplina  dettata  per  questi  ultimi.  La  dottrina  americana  propende  per  la 
soluzione affermativa in tutti quei casi in cui l’utilizzo della smart card produca come conseguenza l’addebito o 
l’accredito sul conto del cliente. In argomento cfr. LAWRENCE, An introduction to payment system, Aspen Law 
and Business, 1997, p. 474.
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 mediante POS (Point  Of Sale,  secondo lo stesso meccanismo usato per  le  carte di 
debito), appositi terminali telefonici o su Internet. 
Da un punto di vista prettamente operativo, Proton funziona attraverso un sistema di 
certificazione crittografato basato sulla firma digitale, mediante il quale la smart card 
interagisce con il sistema al fine di individuare l’ammontare del credito disponibile.
Effettuata la transazione, le somme impiegate vengono detratte dal credito disponibile 
memorizzato sulla carta ed il corrispondente ammontare, decurtato delle commissioni 
a  favore  dell’istituto  emittente,  viene  accreditato  per  via  telematica  all’esercizio 
convenzionato.  Il  punto  di  forza  di  tale  sistema  di  trasmissione  dei  dati  in  via 
telematica  è  rappresentato  dall’anonimato  che  riveste  ogni  singola  fase 
dell’operazione,  poiché  l’identità  del  soggetto  che  utilizza  la  carta  non  è  resa 
disponibile al sistema.59
Il  sistema  Mondex60,  invece,  nasce e  si  sviluppa in  Inghilterra  a partire  dagli  anni 
Novanta61. Simile al sistema Proton per quanto concerne il supporto fisico sul quale si 
basa (smart card), ne rappresenta per certi versi un’evoluzione, in quanto è in grado di 
elaborare e memorizzare  un numero maggiore di  informazioni relative alle  somme 
caricate ed alle transazioni effettuate. Rende possibili inoltre trasferimenti di denaro 
dalla carta al conto corrente bancario del cliente – laddove questo esista - e viceversa. 
Per quanto riguarda l’utilizzo della carta, lo schema di pagamento ricalca la struttura 
tipica  di  trasferimento  del  denaro  attraverso  l’utilizzo  di  strumenti  di  moneta 
59   Sul tema cfr. VALENTE-ROCCATAGLIATA, Aspetti giuridici e fiscali del commercio elettronico, Roma, 
1999, p. 53; TOSI, Prime osservazioni sull’applicabilità della disciplina generale della tutela dei dati personali  
a Internet e al commercio elettronico, in  Dir. Inf., 3, 1999, p. 591 ss; SICA,  Privacy o trasparenza? Un falso  
dilemma, in Corr. Giur., 1999, p. 4 ss; PACILEO, L’attuazione in Italia delle direttive comunitarie in materia di  
e-money, op.cit., p. 211 ss.
60   Il progetto pilota Mondex è stato realizzato a Hong Kong nel 1996 e, già nella primavera del 1997, la carta  
era adottata da più di 45000 utenti e da circa 4000 commercianti. Dall'analisi dei dati emerge che la smart card 
era usata principalmente (in più del 65% dei casi) per effettuare acquisti di importo inferiore ai 100 dollari;  
pochissime persone avevano effettuato acquisti sopra ai 1000 dollari con la carta Mondex. 
61   Il sistema in analisi è stato sviluppato nel 1993 dai banchieri londinesi Tim Jones e Graham Higgins della 
NatWest/Coutts,  la  banca  di  fiducia  della  famiglia  reale  britannica.  Attualmente  aderiscono  al  piano  della  
compagnia più di venti nazioni.
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 elettronica,  in  cui  le  somme  pagate  dall’acquirente  vengono  accreditate 
immediatamente sulla carta o sul conto dell’esercente convenzionato (creditore) una 
volta terminata la transazione. Si tratta dunque di un trasferimento di fondi (rectius, 
moneta elettronica)  card-to-card,  caratterizzato cioè dall’immediato passaggio delle 
somme di  denaro  dal  borsellino virtuale  del  solvens a  quello  dell’accipiens,  senza 
l’intervento della banca nell’operazione. 
Sebbene sia stato il più ampio progetto pilota di moneta elettronica, non si è registrato 
un grande successo, anche se la carta è tutt'ora in uso. Uno degli aspetti critici che ha 
reso la diffusione difficile è stato l'utilizzo obbligatorio di apparecchiature apposite sia 
sul  punto  vendita  sia  per  la  ricerca  per  gli  acquisti  online  con  carta  Mondex:  è 
necessario dotarsi di un apposito lettore al PC.
Più di recente, è stato sviluppato un nuovo schema di moneta elettronica memorizzata 
su  smart  card,  denominata  Minipay e  destinata,  come  le  altre  tipologie  di  carte 
prepagate,  a  sostituire  il  denaro  contante  sia  nelle  transazioni  quotidiane,  sia  nelle 
transazioni di importo limitato concluse nell’ambito del commercio elettronico.
Si  tratta  di  una  card emessa  dalle  banche  che  aderiscono  al  servizio,  acquistabile 
direttamente presso gli stessi istituti di credito sia dai correntisti che da soggetti che 
non intrattengono rapporti con la banca.62
La possibilità di utilizzare la carta presuppone l’operazione di caricamento della stessa, 
effettuabile  sia  attraverso  i  terminali  automatici  installati  nelle  banche  aderenti  e 
programmati per trasferire la moneta elettronica direttamente sul microchip della carta 
Minipay,  sia  mediante  quelli  di  agenzia,  situati  all’interno  dell’istituto  di  credito 
emittente presso gli sportelli aperti al pubblico. 
Una volta compiuta l’operazione di caricamento della moneta elettronica sulla carta, è 
possibile effettuare acquisti  presso gli esercizi convenzionati  con il  sistema, i  quali 
abbiano provveduto a tal fine ad installare un apposito terminale in cui inserire la carta 
62   Il servizio Minipay è stato ideato e sperimentato a Torino nel 1997 dalla SSB (Società per i Servizi Bancari) 
in collaborazione con le proprie banche clienti. 
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 Minipay al momento della transazione.63
L’utente/titolare  della  smart  card dovrà  soltanto  verificare  che  l’importo  digitato 
sull’apparecchio corrisponda alla  spesa compiuta e premere il  tasto di  invio con il 
quale autorizza l’operazione. A questo punto, le somme relative all’acquisto verranno 
trasferite automaticamente e direttamente dalla smart card al terminale del venditore.64 
In proposito, giova ricordare come proprio in tale trasferimento diretto da debitore a 
creditore delle somme dovute risieda l’essenza della moneta elettronica, che vale a 
distinguerla dagli altri strumenti di pagamento elettronici, laddove l’utilizzo di questi 
ultimi  implica  invece  necessariamente  l’intervento  della  banca  in  funzione  di 
intermediario nel pagamento, secondo lo schema della delegazione di pagamento. Nel 
caso di transazioni con e-money, invece, le somme utilizzate, memorizzate nella smart  
card,  passano  direttamente  dal  borsellino  elettronico  del  debitore  al  terminale  del 
creditore,  in  modo  non  dissimile  da  quanto  avviene  nei  pagamenti  con  denaro 
contante.
In ogni momento il  valore residuo della carta può essere recuperato dal titolare, in 
coerenza  con  le  linee  guida  della  Banca  d'Italia  e  con  le  prospettive  normative 
europee65.
63   I vantaggi derivanti dall’utilizzo di tale tipo di pagamento sono evidenti: a) velocità dell’operazione di  
trasferimento delle somme di denaro, che avviene in tempo reale; b) riduzione dei costi a carico dell’esercente 
per  la  gestione  di  cassa;  c)  sicurezza  della  transazione,  in  quanto  in  ciascun  passaggio  dell’operazione,  il  
terminale installato nel punto vendita registra ora, data, identificativo della carta e importo.
64   Questi  a  sua volta  potrà decidere di  trasferire  gli  importi  ricevuti  sul  proprio conto corrente bancario  
secondo due diverse modalità: collegando direttamente il terminale del punto vendita alla banca o caricando le  
somme ricevute sulla  c.d.  “carta  esercente”,  che egli  provvederà a  consegnare in banca o ad inserire negli  
appositi sportelli automatici ATM. 
65   La direttiva 2000/46/CE prevede esplicitamente la rimborsabilità del credito residuo, al fine di garantire la  
fiducia dell’utenza nei confronti della moneta elettronica. Più precisamente, il detentore di uno strumento di 
pagamento elettronico prepagato può “durante il periodo di validità,esigere dall’emittente il rimborso al valore  
nominale in monete metalliche e banconote o mediante versamento su un conto corrente senza altre spese che  
non siano quelle strettamente necessarie per l’esecuzione dell’operazione” (art. 3, comma 1).La garanzia di  
rimborsabilità costituisce un principio fondamentale della disciplina comunitaria relativa alla moneta elettronica 
che vale nei confronti di tutti i soggetti emittenti, comprese le banche, per le quali tale principio è previsto dalla  
direttiva 2000/12/CE.
La disposizione comunitaria è stata recepita in Italia nel TU bancario in base al quale “ il detentore di moneta  
elettronica ha il diritto di richiedere all’emittente ... il rimborso al valore nominale della moneta elettronica ...  
corrispondendo all’emittente le spese strettamente necessarie per l’effettuazione dell’operazione ...” (art. 114 
bis, comma 3, D.Lgs. 385/1993).
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 La carta, inoltre, può essere utilizzata per accedere a servizi pubblici come l'emissione 
di certificati da parte delle amministrazioni locali.
La carta  Minipay può essere  usata  attraverso due tipologie  di  terminali:  uno per  i 
dettaglianti e l'altro per telefoni pubblici a pagamento o macchine automatiche. A fine 
giornata il negoziante può trasferire il totale accumulato o sul proprio conto bancario 
usando una connessione telefonica o su una specifica carta che può essere consegnata 
alla banca.
Tutti i dati vengono riversati a una società controllata da SSB che monitora il contante 
e  gestisce  le  transazioni  per  poi  canalizzarle,  attraverso  il  sistema  centralizzato  di 
compensazione, presso la Banca d'Italia.
I requisiti di sicurezza adottati sono numerosi: i limiti di trasferimenti o alla ricarica 
della  carta,  gestione  di  sicurezza  della  carta  e  dell'archiviazione  dati,  integrità 
materiale della stessa smart card (a prova di manomissione), tecniche di crittografia e 
piena affidabilità del sistema.
Dal 1999 è stata avviata una sperimentazione di “Pay on Web” che permette di operare 
mini-pagamenti  su  Internet  utilizzando  il  borsellino  elettronico  Minipay con  una 
scheda  PC  plug-in.  Le  misure  di  sicurezza  specifiche  per  garantire  le  transazioni 
comprendono una ricevuta con la distinta della spesa sostenuta e del sito web sul quale 
esse è stata fatta.
Il  rivenditore utilizza un  Security Application Module (SAM) o una carta dotata di 
chip che  garantisce  la  sicurezza  sia  del  trasferimento  sia  della  registrazione  dello 
stesso.  Alla  fine  della  giornata  i  valori  acquisiti  dal  rivenditore  vengono 
automaticamente trasferiti a una controllata di SSB (TPS) che distribuisce i pagamenti 
alle banche per gli addebiti e gli accrediti del caso.
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 2.2 – Software-money: il sistema E-cash
Con le espressioni “Software-money” o “Internet-money” si intende far riferimento alla 
seconda  tipologia  di  moneta  elettronica,  il  cui  uso  è  recentemente  invalso  nella 
pratica66.
Si  tratta  di  uno  strumento  di  pagamento  c.d.  stored-value,  nel  quale  il  valore, 
immagazzinato in questo caso non già nel microchip di una tessera magnetica quanto 
piuttosto  su  un  supporto  elettronico  (memoria  dell’hard  disk del  proprio  personal 
computer o file), viene di volta in volta utilizzato per effettuare pagamenti via Internet, 
ossia esclusivamente nelle transazioni telematiche67.
A differenza della moneta elettronica caricata su smart card, questa seconda fattispecie 
di  strumento  di  pagamento  consente  pertanto  un  uso  limitato  esclusivamente  alle 
modalità on- line68.
Uno  tra  i  sistemi  più  risalenti  di  moneta  elettronica  memorizzata  su  hard  disk è 
rappresentato da  E-cash, ideato da David Chaum verso la fine degli anni Novanta e 
sviluppato dalla società olandese Digicash, attualmente gestito dalla Deutsche Bank.
Tale  sistema  funziona  attraverso  l’inserimento  nel  proprio  computer  di  un  piccolo 
66   Per  una  disamina  approfondita  di  tale  figura  si  rinvia,  fra  gli  altri,  a  OLIVIERI,Compensazione  e  
circolazione della moneta nei  sistemi di pagamento,  op. cit.,  p. 255 ss.;  SELLA,  La moneta elettronica nel  
sistema bancario italiano, in La moneta elettronica: profili giuridici e problematiche applicative, op. cit., p. 3 
ss.; TRESOLDI, Problemi e prospettive della moneta elettronica, ivi, p. 57 ss.; SICA, Il contratto nella “rete”, 
in G.Comandè - S.Sica, Il commercio elettronico. Profili giuridici, Torino, 2001, p. 44 ss.
67   Il  Rapporto sulla moneta elettronica pubblicato dalla BCE nel 1998 definisce questo schema di moneta  
elettronica  come  un  prodotto  che  presuppone  l’utilizzo  di  un  “software  on  a  personal  computer,  typically 
allowing the  electronic  value  to  be  transferred  via  telecommunications  networks,  such  as  the  Internet,  has  
emerged since then (software-based products.” Sul punto si rimanda a ECB, Report on electronic money, cit., p.  
7. Sul tema si vedano inoltre SICA, Il contratto nella “rete”, op.cit., p. 44 ss e PACILEO, L’attuazione in Italia 
delle direttive comunitarie in materia di e-money, op. cit., p. 198.
68   In particolare, sotto il profilo delle modalità con le quali viene effettuato l’ordine di pagamento, i sistemi di  
pagamento possono essere classificati in due categorie: sistemi off-line e sistemi on-line. Nei primi, l’ordine di 
pagamento viene impartito senza avvalersi dell’ausilio di Internet o di altre reti di interconnessione telematica 
ma attraverso strumenti quali, ad esempio, i bonifici bancari (non on-line), le carte di credito, le carte di debito, i 
     vaglia postali, i bollettini di conto corrente postali etc. Nei secondi, invece, l’ordine di  pagamento viene dato 
attraverso Internet con strumenti quali, ad esempio, il bonifico bancario  on-line, la carta di credito, l’assegno 
digitale o, come nel caso di specie, la moneta elettronica.
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 plug-in69,  grazie  al  quale  è  possibile  trasferire  direttamente  somme  di  denaro  dal 
proprio  conto  corrente  bancario  alla  memoria  dell’elaboratore,  nonché  mediante 
l’apertura di un conto apposito (conto E-cash) presso l’istituto emittente. L’emissione 
della moneta  elettronica si  articola in due distinte  fasi,  che prevedono entrambe il 
coinvolgimento sia della banca emittente (Deutsche Bank), sia del  software istallato 
nel computer dell’utente. 
In  primis,  tale  software procede  alla  conversione  della  moneta  versata  in  impulsi 
digitali, ai quali attribuisce contestualmente alla trasformazione un determinato valore 
ed  un  numero  di  serie,  che  consentirà  in  seguito  l’identificazione  della  moneta 
elettronica. Questi dati digitali, ai quali viene apposta la firma - anch’essa digitale - 
dell’utente,  vengono trasmessi alla banca emittente.  Quest’ultima a sua volta,  nella 
seconda  fase  dell’operazione,  appone  la  propria  firma  digitale  sui  pezzi  monetari 
“virtuali” ricevuti e provvede ad addebitare l’importo corrispondente sul conto E-cash 
dell’utente,  nonché  ad  accreditare  le  medesime  somme  su  un  altro  conto  (E-cash 
Sammelkonto),  nel  quale  confluiscono  tutti  gli  importi  corrispondenti  alla  moneta 
elettronica emessa, che rappresentano il controvalore della moneta circolante. 
Al termine di tale operazione, la banca invia all’utente la moneta elettronica, emessa 
per un valore pari a quello da questi richiesto, la quale viene contestualmente registrata 
sull’hard disk del computer, all’interno di un borsellino elettronico virtuale protetto da 
una password di accesso. 
L’utente  può  spendere  la  moneta  digitale  per  effettuare  acquisti  su  Internet, 
controllando in qualsiasi momento sia il saldo disponibile relativo alla moneta caricata 
sull’hard disk, sia quello del proprio conto E-cash. 
Le  transazioni  avverranno  attraverso  il  prelievo  delle  somme  necessarie  per  il 
pagamento direttamente dalla memoria dell’elaboratore ed il loro invio al venditore 
mediante e-mail con apposizione della firma digitale dell’acquirente. 
69   Si tratta di un dispositivo elettronico che, inserito nel computer, consente di incrementarne le potenzialità 
tecniche. In particolare, nel caso di specie, permette di memorizzare su hard disk o file le somme di denaro 
convertite in moneta digitale. 
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 Prima di procedere ad accreditare le relative somme al creditore, si prevede che la 
banca emittente proceda a tutta una serie di controlli volti ad accertare sia l’autenticità 
della moneta elettronica, attraverso la verifica della firma digitale del debitore, sia la 
disponibilità  delle  somme  utilizzate,  attraverso  il  controllo  del  numero  di  serie 
attribuito  alla  moneta.  Ed invero,  qualora  tali  somme risultino  già  spese,  la  banca 
negherà  l’autorizzazione70.  Al  contrario,  qualora  i  controlli  non  rilevino  alcuna 
anomalia, la banca emittente procederà ad accreditare le relative somme sul conto del 
creditore  ed  ad  addebitare  l’importo  corrispondente  sull’  E-cash  Sammelkonto, 
procedendo in questo modo all’estinzione della moneta elettronica per un ammontare 
pari alle somme spese. 
Come  si  nota,  il  trasferimento  delle  somme  di  denaro  da  acquirente  a  venditore 
avviene anche in questo caso,  come già evidenziato a proposito delle  smart cards, 
direttamente  dal  portafoglio  “virtuale”  del  debitore  a  quello  del  creditore,  con  la 
particolarità che l’istituto emittente interviene nell’operazione soltanto “a monte e a 
valle” della stessa, senza inserirsi, neanche in questo caso, nell’ iter della transazione.71
In altre  parole,  esso provvede in una prima fase a trasformare la  moneta fisica in 
impulsi digitali (bit), di modo tale da consentirne il trasferimento in via elettronica ed 
in un secondo momento, una volta conclusa l’operazione di pagamento, si inserisce nel 
procedimento di accreditamento delle somme al venditore, verificando che le stesse 
siano disponibili e di conseguenza spendibili. 
Da ultimo, giova sottolineare che, al fine di garantire la sicurezza e l’anonimato delle 
transazioni effettuate in rete, sono utilizzate particolari tecniche crittografiche, meglio 
note  come  “blind  signature”  o  “blind  verification”,  attraverso  le  quali  l’emittente 
procede alla verifica delle informazioni e dei dati trasmessi dall’utente, senza peraltro 
70   Cfr. sul punto OLIVIERI, Compensazione e circolazione della moneta nei sistemi di pagamento, op. cit., p. 
257.
71   Cfr. OLIVIERI, Appunti sulla moneta elettronica, cit., p. 812, laddove si sottolinea come “ nel pagamento 
realizzato  con  moneta  elettronica,  a  ben  vedere,  la  banca  dell’ordinante  non  s’interpone  tra  il  solvens  e 
l’accipiens per realizzare il  trasferimento dei  fondi dall’uno all’altro, ma opera a monte ed a valle dell’atto 
solutorio, garantendo la convertibilità prima, e la rimborsabilità poi, della moneta elettronica.”.
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 essere in grado di conoscere l’identità di quest’ultimo.72
L’intera procedura si basa su particolari protocolli, tra i quali i più diffusi sono il SET 
(Secure Electronic Transaction) ed il SSL (Secure Sockets Layer). Entrambi sono stati 
studiati e progettati al fine di garantire elevati livelli di protezione dei dati trasmessi 
durante le transazioni su Internet, soprattutto in un’ottica che mira a prevenire frodi e 
danni a carico dei consumatori.73
In particolare,  il  protocollo SET74 (Secure Electronic Transaction),  sviluppato sotto 
l’impulso  di  alcune  società  emittenti  carte  di  credito  (tra  le  società  aderenti  al 
protocollo si ricordano in particolare Visa e Mastercard), si  fonda su un sistema di 
crittografia a chiavi asimmetriche pubbliche, nonché sull’utilizzo della firma digitale. 
Tale  meccanismo consente  al  sistema di  interagire  con i  circuiti  commerciali  e  di 
fornire maggiori garanzie di sicurezza nell’utilizzo degli strumenti on-line.
72   Ciò in quanto il numero di serie corrispondente alla moneta elettronica emessa viene assegnato sulla base 
dell’applicazione di una formula matematica che fa in modo che tale numero sia modificato casualmente nel  
momento stesso in cui il denaro viene trasferito al creditore. Così facendo, l’emittente può controllare che le 
somme impiegate non vengano utilizzate due volte, ma non è in grado di identificare il soggetto che ha effettuato 
il pagamento. Sul punto si deve comunque rilevare che è fatta salva la possibilità per il creditore, in linea di 
principio legittimato a rifiutare l’adempimento del terzo ove sussistano le condizioni previste ex art. 1180 c.c., di 
domandare l’identificazione del debitore. In tema v. BUFFA, Moneta digitale e tutele, in G. CASSANO (a cura 
di), Commercio elettronico e tutela del consumatore, Milano, 2003, p. 682 ss. Sui meccanismi di funzionamento 
di tale procedura si veda inoltre AMERICAN BAR ASSOCIATION, A commercial Lawyer’s Take on Electronic 
Purse: an analysis of commercial law issues associated with stored-value cards and electronic money, in 52 
Business  Lawyer,  1997,  p.  653  ss.  Per  un’analisi  dell’utilizzo  di  tale  tecnica  nell’ambito  del  sistema  dei 
pagamenti, v. FINOCCHIARO, Il problema dei mezzi di pagamento, in I problemi giuridici di Internet. Dall’ e-
commerce all’ e-business, a cura di TOSI, Milano, 2001, p. 156 ss. e OLIVIERI, Compensazione e circolazione 
della moneta nei sistemi di pagamento, op.cit., p. 257.
73   Nell’esperienza  statunitense  sono sempre  più  numerose  le  compagnie  di  assicurazione  che  offrono  la 
possibilità di stipulare polizze a copertura dei danni causati da perdita di denaro o di fondi elettronici verificatisi 
nell’ambito di una transazione effettuata su Internet. A livello europeo, il Sistema Europeo delle Banche Centrali 
(SEBC) ha promosso tutta una serie di iniziative volte ad incrementare la sicurezza della moneta elettronica, 
anche attraverso una consultazione pubblica i cui risultati sono confluiti all’interno di un rapporto (Electronic 
     Money System Security Objectives del marzo 2002) destinato agli istituti emittenti. In Italia, in proposito, su  
iniziativa della Banca d’Italia, con la collaborazione di AIPA e dell’ABI, si sta lavorando ad un progetto che ha  
come obiettivo la creazione di un “circuito delle reti”, nel quale si stabilisca un collegamento stretto tra operatori  
dei diversi sistemi di pagamento e pubblica amministrazione, al fine di garantire l’efficienza e la sicurezza delle 
transazioni, nonché la creazione di un sistema dei  pagamenti integrato a livello nazionale ed internazionale.  
Sull’argomento v.  diffusamente TRESOLDI,  Lo sviluppo delle  carte di  pagamento ed il  ruolo della Banca  
Centrale, in Banca d’Italia, Quaderni di ricerca giuridica della consulenza legale, Roma, 2002, p. 5 ss.
74   Per approfondimento sul protocollo SET v. G.SCHNEIDER, J. PERRY,  Commercio elettronico, Milano, 
2000, p. 241 ss. 
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 In altre parole, esso prevede il rilascio da parte dell’istituto emittente di un certificato 
cifrato al titolare dello strumento di pagamento, il quale dovrà provvedere a caricarlo 
sul  proprio  computer  ogniqualvolta  decida  di  effettuare  un  pagamento.  In  buona 
sostanza, la certificazione così fornita dall’emittente sostituisce l’onere di verifica della 
firma che incombe sul venditore nel caso di acquisto attraverso utilizzo di carta di 
credito. 
Altrettanto diffuso è il protocollo di sicurezza SSL (Secure Sockets Layer)75. Anch’esso 
si basa su un sistema di crittografia a chiave pubblica che garantisce la protezione dei 
dati  e delle informazioni trattate.  In particolare,  tale sistema viene utilizzato per la 
protezione delle notizie, trasmesse dal client al server, con l’obiettivo di generare nelle 
parti contrattuali lo stesso grado di fiducia prodotto dalla conclusione di un negozio 
fisico.
3 - I caratteri della digital money
3.1 – I requisiti di una moneta elettronica
I principali soggetti interessati alle caratteristiche di una moneta elettronica altro non 
sono che gli utenti di tale moneta; questi possono fondamentalmente essere divisi in 
due categorie:  commercianti  e  acquirenti.  Accanto a questi  due soggetti  se ne può 
aggiungere un terzo, ovvero quello degli enti finanziari.  Acquirenti e commercianti 
possono  essere  accomunati  su  molti  fronti  in  quanto  spesso  presentano  gli  stessi 
interessi, e pertanto possono richiedere alla moneta elettronica standard uguali.
La  sicurezza  è  senz’altro  un  requisito  che  è  preteso  da  entrambe  le  parti  di  una 
compravendita tramite moneta elettronica, ma anche in un qualsiasi altro sistema di 
pagamento.  A sua  volta  la  sicurezza  viene  soddisfatta  attraverso  tre  attributi:  la 
75   Tale sistema è stato sviluppato congiuntamente da Mastercard e Visa con l'appoggio di Microsoft, Netscape, 
IBM, GTE, SAIC e altre aziende.
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 riservatezza76, la disponibilità e affidabilità77 ed infine l'integrità e autenticazione78.
Un  secondo requisito  fondamentale  è  l’accettabilità,  ovvero  quanto  e  da  quanti  la 
moneta elettronica viene riconosciuta e utilizzata. Ovviamente, secondo la prospettiva 
del  commerciante,  adottare  una  moneta  largamente  accettata  implica  aumentare 
potenzialmente  il  ventaglio  di  clienti  e  quindi  i  ricavi,  mentre  dalla  prospettiva 
dell’utente comporta la possibilità di accedere a negozi (soprattutto online) prima non 
fruibili.
Un ulteriore requisito è quello della comodità che può essere visto come il numero di 
azioni fisiche ed il tempo da queste richiesto per effettuare un acquisto. Tale numero di 
azioni dovrebbe essere preferibilmente diverso in base alla cifra che si va a spendere, 
ovvero dovrebbe essere possibile fare piccole spese in poco tempo e con poco sforzo, 
mentre per cifre maggiori sarebbe consono aumentare il numero di passi richiesti per 
effettuare la spesa.
Per quanto riguarda i costi, sarebbe preferibile non avere costi addizionali, in modo 
tale da non creare un limite minimo al valore delle transazioni. In questa categoria 
rientrano i  costi  sostenuti  da  cliente,  commerciante  e  qualsiasi  altro  intermediario, 
nonché il tempo necessario per la gestione della transazione da parte di tutte le parti.
76   Gli  attori  di  una  transazione  commerciale  pretendono spesso  una  certa  riservatezza.  Soltanto  le  parti 
coinvolte in una transazione devono essere a conoscenza dell'identità del compratore, dell'identità del venditore, 
del  contenuto dell'acquisto e  del  suo  ammontare.  Sono richiesti,  insomma,  requisiti  di  anonimato  e  di  non 
tracciabilità: il nome del compratore non solo non deve comparire, ma lo stesso non deve essere identificato così  
come  non  deve  essere  possibile  collegare  differenti  pagamenti  dello  stesso  compratore.  Tutti  i  sistemi  di 
pagamento possono essere resi anonimi utilizzando pseudomini al posto della vera identità e tutti possono essere  
resi  non tracciabili codificando le stesse transazioni.
77   Le parti coinvolte devono essere certe di poter effettuare pagamenti o di potere ricevere ogniqualvolta lo 
ritengono  necessario;  il  trasferimento  di  denaro  da  un  parte  interessata  ad  un'altra  devono  poter  avvenire  
completamente e non rimanere in uno stato di indeterminatezza. È dunque necessario che tutti i servizi di rete e  
tutte le componenti hardware e software implicate siano assolutamente affidabili: nessuno vuol trovarsi nella  
condizione di perdere denaro a causa di una interruzione della rete telematica o per guasto ad uno dei server  
impiegati nella transazione finanziaria.
78   Nessuna  delle  parti  coinvolte  vuole  esporsi  finanziariamente  prima  ancora  che  un  pagamento  sia 
esplicitamente autorizzato dalla parte stessa. È tecnicamente possibile ottenere integrità autenticando i messaggi  
che causano trasferimento di denaro. Per far questo i sistemi più utilizzati sono: l'autorizzazione fuori banda, in 
questo caso i beni ordinati elettronicamente saranno consegnati prima che il compratore spedisca un fax (o una 
lettera, o chiamata telefonica) a conferma dell'ordine, e l'autorizzazione con firma dove si prevede la richiesta di  
una firma digitale che autorizzi il trasferimento di denaro da una parte interessata all'altra.
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 È importante per un servizio di moneta elettronica mantenere la privacy dei due attori 
della  transazione,  quindi,  come  per  la  moneta  tradizionale,  non  dovrebbe  essere 
possibile, da parte di una banca o di qualsiasi altro istituto finanziario, determinare se 
due transazioni sono state fatte dallo stesso utente.
Accanto a queste caratteristiche ci  sono quelle desiderabili  da un eventuale istituto 
finanziario che emette la moneta elettronica (o un ente supervisore),  ad esempio il 
controllo immediato su tutte le transazioni tramite l’accesso ad un sistema di gestione 
in modo tale da identificare ogni violazione della sicurezza prima possibile. Un’altra 
caratteristica desiderabile rappresenta la tracciabilità delle transazioni in modo tale da 
identificare  il  colpevole  di  un  illecito,  in  particolare  è  utile  per  verificare  traffici 
internazionali di denaro ed evasione fiscale.
3.2 - La tutela dell'anonimato e la moneta elettronica come strumento della lotta al  
riciclaggio
Una delle note distintive della moneta elettronica, di cui si è accennato sopra, consiste 
nell'assenza di informazioni riguardo il proprietario dell'e-money; ovvero a meno che 
non vi siano informazioni riguardanti il proprietario intrinseche nella rappresentazione 
digitale di moneta, il suo possessore, attuale o passato, rimane anonimo.
Proprio  per  questa  peculiarità  dell'anonimato79 usualmente  si  assimila  la  moneta 
elettronica con il denaro “tradizionale”: l'uso della moneta elettronica non comporta il 
fatto di dover rivelare la propria identità, né i propri estremi bancari o i dati della carta, 
79   Il panorama europeo in tema di legislazione a tutela della riservatezza dei dati personali è connotato da una  
mancata omogeneizzazione normativa, nonostante l'emanazione, in materia, della Convenzione di Strasburgo n. 
108 del 1981, giuridicamente vincolante per tutti i Paesi europei, sottoscrittori della stessa. Quest'ultima fissava 
una soglia minima ai diritti irrinunciabili e permetteva che gli Stati firmatari stabilissero norme di protezione  
molto più ampie e severe, così che l'articolazione pratica nei singoli Paesi ha prodotto sviluppi differenziati,  
anche in relazione alle diverse tradizioni burocratiche che si è cercato di modellare e non stravolgere alla luce  
della nuove funzioni assegnate (S.RODOTA', Policies and perspectives on data protection, in Council of Europe, 
1984).
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 dato  che  tutto  avviene  nella  massima  riservatezza  proprio  come  accade  con  le 
banconote o monete metalliche.
Per andare a conoscere e cogliere a fondo gli elementi caratterizzanti di tale argomento 
è necessario suddividere l'analisi sotto due prospettive: da una parte quella tecnica e 
dall'altra quella normativa.
La prima ci consentirà di capire come si fa a ottenere una moneta elettronica che non 
lascia  traccia,  la  seconda,  invece,  ci  permetterà  di  comprendere  in  che  modo  il 
legislatore ha sciolto i nodi che si creano tra i vari interessi coinvolti.
La moneta elettronica può fornire differenti gradi di anonimato, dall’anonimato totale 
alla  completa  identificazione  dell’utente,  in  base  alle  caratteristiche  tecniche  del 
singolo schema.
Difatti  si  suddivide  in  nominativa  o  identificabile,  la  quale  contiene  informazioni 
relative all'identità della persona che originariamente ha versato il denaro in banca e il  
suo  valore  massimo  è  determinato  autonomamente  dal  singolo  istituto  emittente 
(esempio, PostPay), e anonima o il c.d  digital cash80 che funziona come la comune 
80   Il sistema DigiCash – denominato “E-Cash” - fu ideato dalla società olandese Digicash e pare destinato a 
sviluppi assai più ampi, dal momento che è stato recentemente adottato in Europa  dalle banche olandesi, da  
Bank Austria e dalla Den Norske Bank (che sono le massime autorità monetarie di Austria e Norvegia) oltre ad  
avere  alcuni  progetti  pilota in  Austria  e  Finlandia.  Il  sistema  E-cash,  progettato  e  sviluppato allo  scopo di 
consentire  transazioni  economiche veloci  e  sicure  da un qualsiasi  computer  o  workstation,  tramite Internet, 
permette  di  effettuare  compravendite  direttamente  durante  la  navigazione.  Il  software  E-cash è 
fondamentalmente  un  programma  di  tipo  client-server dal  funzionamento  molto  semplice  che  garantisce 
l'anonimato del cliente. L'utente, una volta procuratosi il software  E-Cash-client  e aperto un conto presso una 
delle banche aderenti all'iniziativa, scarica sul proprio computer del denaro elettronico spendibile in tutti i negozi  
che accettano E-Cash. Il cliente E-Cash reperibile in rete è in grado di trasmettere o di ricevere pagamenti da 
qualsiasi altro utente Internet che utilizzi tale client. Tutto si basa sulla presenza on line di banche presso le quali 
gli utenti possono aprire il  conto corrente virtuale ed essere forniti di una chiave pubblica necessaria per la  
codifica della  firma dell'acquirente,  che vuole effettuare un pagamento tramite la rete.  Gli  utenti  e  i  negozi 
aderenti all'iniziativa non devono possedere alcun  hardware di codifica che assicuri la velocità e l'affidabilità 
delle operazioni. La sicurezza e la riservatezza delle operazioni sono garantite dallo sfruttamento di tecniche di 
firma digitale a chiave pubblica. L'utente può prelevare denaro virtuale dal proprio conto solo se a conoscenza di 
una password che protegge i prelievi di E-Cash. Ogni utente inoltre possiede una sola e unica coppia di chiavi, 
generate automaticamente dal software nel momento in cui lo stesso è utilizzato per l prima volta. Ciò garantisce 
la sicurezza delle transazioni e dei messaggi inviati. L'anonimato di colui che paga è anch'esso garantito. Egli  
renderà nota la proprio identità solo se deciderà di farlo. Non gode di anonimato colui che riceve i pagamento, 
infatti,  durante  la  fase  di  compensazione,  il  beneficiario  di  una  transazione  è  identificato  dalla  banca.  La 
riservatezza delle transazioni è garantita dalla tecnica della cd. “firma cieca”. Quando l'utente ha necessità di 
effettuare un pagamento deve avere il denaro virtuale nel proprio computer; cioè deve aver effettuato un prelievo 
dalla banca presso la quale ha un conto. Un tale prelievo non si configura tecnicamente come trasferimento di E-
Cash dalla banca al computer dell'utente; è il software installato nel computer utilizzato che, una volta calcolato 
quante monete sono necessarie per ottenere la somma richiesta, crea tali monete assegnando ad ognuna di esse,  
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 carta moneta, ossia non richiede l'identificazione dell'utilizzatore, ma il suo utilizzo è 
consentito ove gli stessi non siano ricaricabili e siano avvalorabili per un importo non 
superiore ai 500 euro (esempio, Carta Facile).
Creare una moneta elettronica veramente anonima richiede innanzitutto una banca che 
la emetta incorporando un numero in modo da firmarla digitalmente, rimuovendo ogni 
associazione tra la moneta stessa e un particolare cliente.
Il processo inizia con la creazione di un numero di serie casuale da parte del cliente,  
numero che viene quindi inviato alla banca emittente. A questo punto la banca usa il 
numero casuale del cliente e la propria firma digitale e invia nuovamente al cliente un 
pacchetto contenente il numero casuale, la moneta elettronica e la sua firma digitale. 
Una  volta  ricevuto  questo  insieme  di  dati  l'utente  può  estrarre  il  numero  di  serie 
originale mantenendo la firma digitale della banca.
Alla fine del processo il consumatore può spendere liberalmente la moneta elettronica 
firmata  digitalmente  dalla  banca.  Il  venditore,  una  volta  ricevuto  il  pagamento,  lo 
verifica  presso  la  banca  emittente,  che  ne  controlla  la  firma  digitale  e  accetta  la 
transazione.  La  banca,  questa  volta,  non  conosce  l'identità  del  compratore,  può 
pertanto verificare soltanto che la moneta elettronica sia autentica.
Nella realtà pratica la tecnica maggiormente diffusa per mantenere l'anonimato è la 
blind signature81, già scelta dalle maggiori banche europee, in virtù della quale l'utente, 
in maniera del tutto casuale, un numero di serie. Spedisce poi le monete alla banca; ognuna di essere viene  
inserita in una speciale busta, e addebita la somma prelevata sul conto dell'utente. Le monete, dunque, sono 
restituite all'utente che potrà togliere il fattore cecità introdotto senza alterare la firma della banca. I numeri di  
serie correlati dalla firma rappresentano ora moneta digitale, il cui valore è garantito dalla stessa banca. Quando 
l'utente effettuerà delle spese, la banca accetterà le monete proprio perchè le ha firmate anche se non sarà in  
grado di riconoscerle perchè nascoste dalla busta al momento della firma. Tuttavia la banca non avrà modo di  
sapere  chi  ha effettuato il  pagamento.  Rispetto  ad  altri  sistemi  elettronici,  come quelli  card based,  E-Cash 
presenta aspetti interessanti quanto ad anonimato e convenienza. Nel primo caso, infatti, per ogni transazione 
condotta con l'ausilio di una carta di credito rimane traccia del nome del possessore della carta, di dove, di cosa e 
quando è  stato fatto  l'acquisto.  Con  E-Cash  la  banca è solo a conoscenza  che quel  denaro è incassabile  e 
nemmeno presso i propri server rimangono informazioni riservate. Quanto all'aspetto convenienza, invece, per 
ogni transazione di entità molto piccola effettuata con  E-Cash i costi sono così bassi da rendersi conveniente 
anche per acquisti di pochi euro. Questa competitività non è per nulla sostenibile con una carta di credito per via  
dell'enorme differenza di costi fissi e di gestione che si interpongono nella catena transazionali per i piccoli 
acquisti.
81   Detta applicazione crittografica, anche denominata “firma cieca”, “consente l'apposizione, da parte della 
banca emittente, della propria firma digitale su ciascun esemplare coniato, occultando tuttavia alla zecca virtuale  
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 attraverso  il  proprio  computer,  preleva  direttamente  dal  proprio  conto  corrente  la 
moneta digitale avente lo stesso valore e la stessa spendibilità della moneta legale, ed 
ottiene, al contempo, la piena tutela della sua privacy82 grazie all'applicazione delle 
tecniche  crittografiche  e  delle  chiavi  asimmetriche  che  garantiscono,  oltre 
all'anonimato dell'utilizzatore, anche la sicurezza del sistema (interessi più delle volte 
contrapposti).
Dalla prospettiva legislativa l'analisi della tutela dell'anonimato impone di individuare 
i  parametri  sui  quali  si  deve  articolare  la  scelta  giuridica:  quali  sono  i  diritti  o 
quantomeno gli interessi coinvolti nel problema de quo.
Da un lato vi  è  l'interesse  del  privato  consumatore  alla  propria  riservatezza83,  che 
potrebbe  essere  violata  mediante  la  diffusione  di  informazioni  economiche  a  lui 
riferite, oppure nel momento in cui attraverso la raccolta e l'incrocio dei dati relativi 
alle operazioni compiute (eventualmente mediante tecniche di “data mining” con cui 
poter risalire da dati anonimi al profilo del soggetto interessato), vengono trattate senza 
il  suo  espresso  consenso  informazioni  che  lo  riguardano  allo  scopo  di  ricostruire 
abitudini  di  consumo e  di  farne  il  destinatario  di  comunicazioni  commerciali  non 
sollecitate.
Dall'altro vi è l'interesse economico-finanziario di far sviluppare liberalmente senza 
il numero di serie di ogni stringa di bit autenticata. Il codice di identificazione di ogni singola moneta digitale  
diviene visibile alla banca solo al momento della riconversione, rendendo in tal modo fattibile l'impedimento 
della  doppia spesa,  ma non la  ricostruzione  dell'identità  del  soggetto che aveva domandato la  creazione di 
electronic cash” (così D.A LIMONE-M.MANCARELLA-G.PREITE,  Turismatica: un nuovo paradigma della  
società dell'informazione, Trento, 2008, pp. 125-126).
82   Pertanto, nei sistemi di moneta elettronica la privacy del portatore, e, dunque, il suo anonimato, sono protetti  
in quanto, a differenza dei  pagamenti con carta di  credito o con assegni elettronici,  non sono necessarie né 
autorizzazioni,  né identificazioni delle parti  (  cfr.  ROTUNNO C.,  Gli strumenti  di  pagamento,  in TRIPODI 
E.M.-SANTORO F.-MISSINEO S., Manuale di commercio elettronico, Milano, 2008, p. 456 ss.).
83   Diritto alla riservatezza consacrato definitivamente dalla direttiva 1995/46/CE, e poi dalla legge n.675/1996.
Per un approfondimento della materia v. E.GIANNANTONIO-M.G LOSANO-V.ZENCOVICH, La tutela dei  
dati personali, Padova, 1197, ed in particolare S.SICA, Commento agli art. 18 e 29, p. 265 ss. L'autore sottolinea 
l'importanza di tale normativa nell'ordinamento italiano, in cui prima di allora era stato assente il riconoscimento 
alla  riservatezza e,  segnatamente,  del  diritto all'identità informatica.  Tale “mancanza” rispondeva all'opzione 
operata nella Carta Fondamentale di far rientrare il diritto alla riservatezza nella più ampia categoria dei diritti  
della personalità. Tale vuoto normativo è stato colmato da una disciplina che è il prodotto di un rapporto tra il  
diritto comunitario e diritto interno configuratosi in termini di supplenza e che si fonda su principi, ancora ignoti  
all'esperienza interna degli Stati membri, elaborati  nell'ottica della dialettica impresa-consumatore.
46 
 freni il potenziale del commercio elettronico.
Questo  quadro  è  all'origine  della  ricercata  armonizzazione  in  sede  politica  tra 
l'applicazione ultraterritoriale dei vigenti precetti comunitari in materia di tutela dei 
dati personali e la propensione, prevalente negli Stati Uniti, a rimettere integralmente 
la materia all'autoregolamentazione del mercato.
In sintesi ci si trova difronte ad una diacronia di interessi: da un lato vi è l' esigenza di 
tutelare il consumatore e la propria riservatezza impedendo l'uso incontrollato delle 
informazioni contenute nel  mezzo di  pagamento; dall'altro l'esigenza di  combattere 
fenomeni  di  criminalità  organizzata  e,  quindi,  evitare  che  i  sistemi  di  e-payments 
entrino in conflitto con le disposizioni della legge antiriciclaggio.
La soluzione della divergenza è l'autoregolamentazione, ossia il legislatore lascia piena 
autonomia contrattuale ai soggetti privati cointeressati; segnatamente nel nostro Paese 
la tutela dell'anonimato (e,quindi, della privacy) del cliente-consumatore è garantita 
dall' art. 484 del codice di Autoregolamentazione per i servizi Internet, il quale, non 
ritenendo  necessaria  l'individuazione  del  soggetto  che  effettui  un  determinato 
pagamento  o  richieda  uno  specifico  servizio  su  “rete”,  bensì  qualificando  come 
sufficiente  l'astratta  individuabilità  di  quest'ultimo,  prevede  che  “tutti  i  soggetti  di 
Internet devono essere identificabili”, ma che ciascun soggetto, “una volta identificato, 
ha diritto di mantenere l'anonimato nell'utilizzo della Rete, al fine della tutela della 
proprio sfera privata”85.
Viceversa,  per  quanto  concerne  l'intermediario  finanziario  che  interviene 
84   L'art. 4 del Codice di Autoregolamentazione per i servizi Internet intitolato “Principi generali del Codice di 
Autoregolamentazione di Internet” dispone al comma 1 rubricato “Principi generali di identificazione e di diritto  
all’anonimato” che ”a) tutti i soggetti di Internet devono essere identificabili; b) qualsiasi soggetto di Internet,  
una volta identificato,  ha diritto  a mantenere l’anonimato nell’utilizzo della  Rete al  fine della  tutela  della  
propria sfera privata”.
85   In tale ottica, l'art. 11 del Codice Anfov del 1° gennaio 1998 (ovvero il Codice di deontologia e di buona 
condotta per i servizi telematici), dispone che “i dati identificativi non possono essere comunicati a terzi o diffusi  
senza il  consenso espresso dell'interessato, salvo: a) diverso provvedimento dell'autorità giudiziaria o della  
polizia giudiziaria,conformemente alla legge; b) richiesta di un soggetto che manifesta per iscritto, sotto la  
propria responsabilità,  la  necessità di  acquisire la predetta identità al  fine di  far valere un diritto in sede  
giudiziaria nei confronti dell'abbonato o dell'utente interessato”.
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 nell'operazione di pagamento mediante moneta elettronica, il soggetto che gli invia in 
forma telematica l'ordine elettronico di movimentazione della propria ricchezza deve 
essere identificato.
Il  processo logico alla base di  questo risultato è il  medesimo. Innanzitutto bisogna 
domandarci  se  sia  così  necessario  l'identificazione  dell'utente  al  fine  di  fornirgli 
determinati sevizi e per creare un suo profilo per poi proporgli nuovi beni e servizi; 
ebbene, in molti casi può essere necessario tracciare l'utente, ma non necessariamente 
identificarlo: per esempio, se occorre fornire un servizio web ad un determinato utente 
ed occorre che questo utente paghi attraverso moneta elettronica, ciò che è necessario 
per  condurre  correttamente  la  transazione  commerciale  non  è  l'identificazione 
normativa dell'utente, ma l'individuazione della sua capacità a pagare quel servizio.
In certi casi, infatti, il controllo è volto a garantire piuttosto che l'identità del soggetto, 
la  sua  legittimazione  ad  effettuare  alcune  operazioni  o  ad  utilizzare  determinati 
strumenti:  ad esempio,  l'utilizzo del  PIN non garantisce propriamente  l'identità  del 
soggetto bensì che questo è autorizzato ad effettuare prelievi.
Varie  tecnologie  dette  PET86 (Privacy Enchancing Tecnologies  – Tecnologie  per  il  
86   Esistono diverse definizioni delle PET nell'ambito della comunità accademica e dei progetti pilota in questo 
settore. Secondo il progetto PISA finanziato dalla CE, ad esempio, con PET si intende un sistema coerente di  
misure  nel  settore  delle  TCI  (Tecnologia  dell’informazione  e  della  comunicazione)  che  tutela  la  privacy 
sopprimendo  o  riducendo  i  dati  personali  ovvero  evitando  un  qualunque  trattamento  non  necessario  e/o 
indesiderato dei dati personali, preservando al contempo la funzionalità del sistema di informazione. L'uso delle 
PET può contribuire all'ideazione di sistemi e servizi di informazione e comunicazione che permettono di ridurre 
al minimo la raccolta e l'uso di dati personali e di favorire il rispetto delle norme sulla protezione dei dati. L'uso 
delle tecnologie PET dovrebbe consentire di contrastare le violazioni di talune norme sulla protezione dei dati o 
di  contribuire  al  loro  rilevamento.  Nel  contesto  dinamico  delle  TCI  (Tecnologie  dell’informazione  e  della  
comunicazione) l'efficacia delle tecnologie PET nel garantire la tutela della privacy, e quindi il rispetto della 
normativa per la protezione dei dati, è diversa e mutevole nel tempo. Anche la loro tipologia varia: può trattarsi  
di  strumenti  autonomi che richiedono un'azione positiva da parte  dei  consumatori  (che devono acquistarli  e 
installarli  nei  loro  computer)  oppure  di  prodotti  intrinseci  all'architettura  stessa  del  sistema  informatico.
Le Pet sono state introdotte dalla Commissione europea la quale promuove lo sviluppo di tutte quelle tecnologie 
di rafforzamento della tutela della vita privata (PET) per la prevenzione dei rischi derivanti da un uso fraudolento 
dei dati personali. Suddetta Commissione ritiene che: “L'uso delle PET può contribuire all'ideazione di sistemi e  
servizi di informazione e comunicazione che permettono di ridurre al minimo la raccolta e l'uso di dati personali  
e di favorire il rispetto delle norme sulla protezione dei dati. L'uso delle tecnologie PET dovrebbe consentire di  
contrastare  i  furti  di  identità,  le  frodi  e  la  profilazione discriminatoria”.  La Commissione  adotta  oggi  una 
comunicazione che identifica i vantaggi delle tecnologie di rafforzamento della tutela della vita privata (Pet) e 
definisce gli obiettivi della Commissione in questo settore, obiettivi che saranno conseguiti mediante diverse  
azioni specifiche di promozione dello sviluppo delle PET e del loro uso da parte dei responsabili del trattamento  
dei dati e dei consumatori (tratto da A.GUZZO,  Il concetto di Privacy Enhancing Technologies, pubblicato in 
Sicurezza informatica e tutela della privacy il 26 febbraio 2009).
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 miglioramento della privacy -) consentono di identificare un soggetto senza rilevarne 
l'identità. 
Quindi nel caso in cui l'obiettivo del settore commerciale sia quello di profilare l'utente 
non è necessario identificarlo con nome e cognome ma basta identificarlo con altri 
mezzi che non obbligatoriamente tengano conto del nome e cognome.
Sotto questo aspetto, potrebbe essere sufficiente un indirizzo di posta elettronica, che 
non necessariamente corrisponde a un nome e cognome, ma può coincidere con uno 
pseudonimo. Potrebbe, poi, risultare sufficiente identificare il computer dell'utente con 
un numero IP (Internet Protocol address) ed inviare ad esso offerte commerciali.
In  tutti  questi  casi  la  tutela  dell'anonimato  può  trovare  ampio  spazio  ed  essere 
ugualmente compatibile con soluzioni soddisfacenti dal punto di vista commerciale.
Questo orientamento è stato ripreso dalla European Commitee for Banking Standards87 
che  ha  affermato  che  può  essere  idoneo  ricostruire  i  pagamenti  attraverso 
l'identificazione di un numero di serie e che fra il completo anonimato e la mancanza 
di anonimato si possono collocare ipotesi intermedie in cui gli utenti possono essere 
identificati solo medianti incrocio di dati88.
Più complessi  sono i  problemi relativi  all'identificazione dell'utilizzatore di  moneta 
elettronica per finalità di repressione e di accertamento dei reati: la scelta giuridica in 
questo caso è fra la tutela dell'anonimato e la sicurezza. Più precisamente, fra la tutela 
dell'anonimato e le esigenze delle indagini giudiziarie.
Certo è che il problema non può essere affrontato semplicisticamente ritenendo che 
tutte le transazioni debbano essere tracciate e trasparenti per consentire lo svolgimento 
di  eventuali  indagini;  le  maggiori  esperienze  riguardano  due  ambiti  di  indagini: 
riciclaggio e pedofilia.
87   European Commitee for Banking Standards (Comitato europeo di normalizzazione bancaria) – SEBC - è 
stata costituito nel dicembre 1992 dalle principali associazioni bancarie europee per migliorare l'infrastruttura 
tecnica  bancaria  europea  attraverso  lo  sviluppo di  norme.  Nel  2006 le  sue funzioni  sono state  assunte  dal  
Consiglio europeo per i pagamenti e la commissione è stata sciolta.
88   Vedi Newsletters del Garante per la protezione dei dati personali del 20-26 ottobre 2003, n. 188.
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 Ampia letteratura internazionale si è occupata del problema della tutela dell'anonimato 
e della lotta al riciclaggio; anche il Garante per la  privacy se ne è interessato ed ha 
riconosciuto in un parere nell'ottobre del 2003 su richiesta del Ministero dell'Economia 
e delle Finanze, in merito allo schema di regolamento di attuazione dell'art 4, comma 
8,  d.lgs.  n.  374/1999,  in  materia  di  estensione delle  disposizioni  antiriciclaggio ad 
attività  non  finanziarie  particolarmente  suscettibili  di  utilizzazione  ai  fini  di 
riciclaggio,  l'applicazione ad operatori  e  clientela del  settore dell'antiquariato,  delle 
case  d'asta  e  da  gioco,  della  mediazione  creditizia,  delle  agenzie  finanziarie,  di 
recupero crediti, in caso di somme superiori ad 12,500 euro, l'obbligo di informare i 
clienti sull'uso che viene fatto dei dati personali che li riguardano: quest'ultimi, raccolti 
e utilizzati, dovranno essere conservati in un apposito registro89.
Il Garante nella legge n.14/2003 ha individuato i quattro momenti fondamentali in cui 
deve articolarsi la procedura antiriciclaggio:
1. identificazione della persona ed acquisizione dei dati e delle informazioni90;
2. obbligo di fornire all'interessato l'informativa91;
89   Posto che chi tra i citati soggetti obbligati raccoglie e usa dati deve, quindi, segnalare all'autorità giudiziaria  
eventuali  anomalie  che  emergessero  al  momento  dell'acquisizione  o  della  trascrizione  dei  dati,  si  assiste 
all'ampliamento  della  categoria  delle  figure  interessate  dalla  lotta  al  riciclaggio,  atteso  che  la  normativa 
antiriciclaggio all'inizio ha riguardato solo i settori di credito e di finanza (d.lgs. n. 143/1991), mentre l'adozione 
del citato regolamento ha fornito al nostro Paese un ambito applicativo allargato ad una serie di servizi ed attività 
che,  pur rispondendo alle  comuni  esigenze dei  cittadini  o  ai  bisogni sociali  molto diffusi,  sono suscettibili, 
proprio per loro natura, ad essere esposti alle attività antiriciclaggio della criminalità organizzata.
90   Tale obbligo va effettuato nei  confronti  dei  soli  “clienti”.  Detta definizione il  garante ha suggerito  di  
circoscriverla  solo ai  “soggetti  che compiono operazioni”,  in  quanto  non sempre chi  tratta  l'acquisto di  un  
prodotto è poi colui che conclude l'affare.
In  merito  ai  pagamenti,  l'Autorità  sottolinea,  inoltre,  che,  benchè  nel  testo  si  indichi  che  l'identificazione 
l'acquisizione dei dati dell'acquirente diventa obbligatoria per operazioni che comportino un esborso di denaro 
superiore a 12.500 euro, soglia che la direttiva europea in materia del 2001 ha comunque innalzato a 15000 euro, 
non appare ben chiaro se l'obbligo, ipotizzato nello schema, persista anche rispetto a pagamento di somme che,  
malgrado risultino superiori al tetto fissato, siano effettuati con singole rate di importo inferiore.
91   All'art. 3,comma 1, della legge antiriciclaggio deve integrarsi l'art. 10, legge n. 675/1996, che prevedeva 
l'obbligo per chi compie un'operazione (come ad es. l'acquisto di un opera d'arte) di sottoscrivere l'informativa  
che  lo  renda consapevole  che  la  finalità  del  trattamento  dei  suoi  dati  è  quella  di  contrastare  le  attività  di  
riciclaggio: il rifiuto dell'acquirente a fornire le informazioni richieste equivarrebbe, di fatto, ad un campanello 
d'allarme per l'individuazione di  eventuali  operazioni illecite (  in materia v. G.FINOCCHIARO,  Una prima 
lettura della legge 31 dicembre 1996, n. 675, “Tutela delle persone e di altri soggetti rispetto al trattamento di  
dati personali”, in Contr. Impr., 1997, p. 299 ss.; R.CLARIZIA, Legge 675/96 e responsabilità civile, in Dir. Inf., 
1998,  2,  pp.239-253,  e,  per  l'esame  dell'ulteriore  evoluzione  della  normativa  in  tema  della  tutela  della  
riservatezza, S.SICA, D. lgs. n.467/01 e “ riforma” della privacy: un vulnus al sistema della riservatezza, in Dir.  
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 3. registrazione delle informazioni92;
4. obbligo di segnalazione delle operazioni sospette93.
Garantire l'equilibrio tra il contrasto al crimine e la tutela alla riservatezza è il fine 
ultimo ideale,  anche se nella prassi attuale l'ago della bilancia tende per la lotta al 
riciclaggio rischiando di “seppellire” la protezione alla privacy94.
3.2.1 - La norma antiriciclaggio e la moneta elettronica. Alcune considerazioni
   
Lo  sviluppo  delle  tecnologie  e  di  Internet,  la  globalizzazione  dei  mercati  e  la 
possibilità  di  non  lasciar  traccia  prima  della  conversione  in  valuta  della  moneta 
elettronica,  sono  i  fattori  che  hanno  contribuito  negli  ultimi  decenni  ad  una 
trasformazione telematica e un potenziamento del fenomeno del riciclaggio di capitali, 
o  meglio  detto  cyberlaundering95.  Il  termine  di  derivazione  anglossasone  è  stato 
Inf., 2002, pp. 263-293).
92   Il  Garante denuncia l'incoerenza con i  dettato dell'art.  13,  d.l.  n.  625/1979,  in  materia  di  contrasto al  
riciclaggio, determinata la facoltà riconosciuta agli operatori di registrare i dati non solo in un unico apposito 
registro, ma anche in altri già tenuti per l'adempimento di finalità amministrative, contabili o finanziarie, peraltro  
soggetti ad obblighi di conservazione temporale diversi.
93   L'autorità ha sollecitato l'adozione di particolari cautele per assicurare la riservatezza della persona che  
dovrà  effettuare  la  segnalazione  di  eventuali  operazioni  sospette;  in  tal  senso,  specifiche  indicazioni  vanno 
fornite con interventi attuativi previsti per individuare le modalità tecniche con cui effettuare le segnalazioni. In  
tema v. U.MORREA, Sul sospetto di riciclaggio e sull'obbligo di segnalazione, in Vita not., 2008,2, pp.671-676.
94   In tale contesto, in Italia la giurisprudenza di legittimità ragionevole chiama in causa l'art. 1176 c.c. Ed  
utilizza non occasionalmente termini specifici nel recuperare il concetto di “buon banchiere”(il quale ha l'onere 
di variare i criteri di valutazione del comportamento dovuto in relazione alla natura dell'attività e non già del tipo 
di  obbligazione),  certamente  volendosi  riferire  a  quei  propositi  di  onorabilità  e  di  professionalità  che  lo 
distinguono da altri operatori quantunque in settori limitrofi.
95   Il  Cyberlaundering è un fenomeno per molti versi ancora oggi poco conosciuto e difficilmente percepito, 
infatti, è solo dalla metà degli anni '90 che si parla di riciclaggio via Internet  e solo verso la fine dello stesso 
decennio il rischio delle operazioni illecite nelle rete viene evidenziato dallo stesso G.A.FI.
A seguito dell'  11 settembre 2001 la cronaca ha evidenziato l'utilizzo di  tecniche informatiche da parte  dei 
terroristi di Al-Qaida ai fini di raccolta e movimentazione dei capitali da utilizzare a scopi terroristici e questo ha 
portato  gli  esperti  delle  principali  strutture internazionali  antiriciclaggio  a porre una  crescente  attenzione  ai 
fenomeni di movimentazione di capitali attraverso la rete  di Internet (G.STUMPO, T.VALLONE, Il contrasto al  
riciclaggio e al finanziamenti illeciti, Milano, 2008).
I primi studi in Italia sul tema del  Cyberlaundering si devono nel 1999 al Dott. Vigna ed al T. Col. Umberto 
Rapetto che, in  Per Aspera ad Veritatem, n. 14 del 1999 (“Cyberlaundering-il riciclaggio del terzo millenio”) 
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 tradotto  dalla  stampa  italiana  come  cyber-riciclaggio  o  con  altri  termini  come  e-
laundering o riciclaggio in rete.
Gli attacchi, i metodi e bersagli sono identici al fenomeno tradizionale96; l'unica cosa 
che è cambiata è la tecnologia cyber di cui si avvale. Grazie alla rapidità, ai bassi costi 
di transazione, alla garanzia di anonimato e all'assenza di controlli la rete costituisce 
un “acceleratore” delle fasi del riciclaggio97.
prendeva atto e ne ammoniva di fronte a questa svolta epocale.
96   Il concetto di riciclaggio è tutt’altro che univoco. Anche se in questa sede è escluso ogni riferimento agli  
svariati oggetti connessi all’etimologia del termine, è lo stesso riciclaggio del prodotto, profitto o provento di 
attività illecite che si presta almeno a una duplice considerazione, giuridica e metagiuridica  Esso designa in 
primo luogo un illecito penale che, in quanto tale, è oggetto della tipizzazione richiesta in funzione del principio 
di legalità (nullum crimen sine lege) che caratterizza qualsiasi Stato di diritto. Se ci si pone in quest’ottica, la  
nozione giuridica del delitto di riciclaggio può variare da Paese a Paese a seconda della strutturazione della  
relativa fattispecie e, in qualche ordinamento, può anche essere assente: si tratta del resto di un reato la cui  
espressa previsione è relativamente recente.
Emblematica è la storia di questo particolare  crimen nell’evoluzione normativa italiana. Esso fu introdotto nel 
codice penale come figura autonoma (art. 648 bis) fin dal 1978 (art. 3 del d.l. 21 marzo 1978 n. 59, convertito in 
l. 18 maggio 1978 n. 191), in netto anticipo rispetto ad altri ordinamenti, come specificazione del tradizionale 
delitto di ricettazione (art. 648 c.p.), in quanto riferito alla sostituzione di banconote frutto dei delitti di sequestro  
di  persona a scopo di  estorsione (il  moltiplicarsi  dei  rapimenti  costituì  l’occasio legis),  rapina aggravata ed 
estorsione  aggravata.  Dopo una  modifica  approvata  dalla  l.  19  marzo  1990 n.  55,  che  estendeva  i  ‘delitti 
presupposto’ (predicate  crimes)  a  quelli  concernenti  la  produzione  e  il  traffico  di  stupefacenti,  il  delitto  è 
pervenuto alla versione attuale con l’art. 4 della l.  9 ag. 1993 n.  328, che ratificava e dava esecuzione alla 
convenzione del Consiglio d’Europa 8nov. 1990 n. 141, la quale estendeva ulteriormente i delitti presupposto del 
riciclaggio.
Il  delitto  di  riciclaggio  consiste  oggi  nella  condotta  di  chi,  non  avendo  partecipato  al  reato  presupposto, 
«sostituisce  o  trasferisce  denaro,  beni  o  altre  utilità  provenienti  da  delitto  non  colposo,  ovvero  compie  in 
relazione a essi altre operazioni, in modo da ostacolare l’identificazione della loro provenienza delittuosa» (art.  
648  bis  c.p., 1° co.).  Le pene previste sono quelle della reclusione (da quattro a dodici anni) e della multa,  
aumentate se il fatto è commesso nell’esercizio di un’attività professionale.
All’adempimento degli obblighi internazionali richiamati si ricollega anche l’art. 648Ter  c.p. (introdotto con 
l’art. 5 della citata legge del  1993):  nonostante il  diversonomen iuris – Impiego di  denaro, beni o utilità di 
provenienza illecita  –,  questa norma prevede la  medesima pena del  riciclaggio  per  chi  «impiega  in  attività  
economiche o finanziarie denaro, beni o altre utilità provenienti da delitto» (1° co.).
Nel sistema penale italiano il riciclaggio in senso tecnico-giuridico non attiene al solo trasferimento di denaro o  
di capitali, ma anche a «beni o altre utilità», sul presupposto non già di una loro origine genericamente illecita,  
bensì derivante da un (qualsiasi) delitto doloso (ossia non colposo, e con esclusione delle contravvenzioni, pure 
di natura penale, e degli illeciti amministrativi). Il delitto doloso presupposto (predicate crime) dev’essere stato 
commesso  da  altri,  per  cui,  allo  Stato,  è  escluso  l’‘autoriciclaggio’,  ossia  la  punibilità  di  chi  direttamente  
provvede a occultare le tracce dei proventi del delitto da lui stesso realizzato in vista dell’eventuale reimpiego.
(Enciclopedia Treccani)
97   Uno studio econometrico dell'AUSTRAC (Australian Transaction Reports and Analysis Centre) nel 1999 è 
giunto alla conclusione che attraverso Internet vengono annualmente riciclati circa 50 milioni di dollari. Anche 
se questa è una stima bastata non su dati reali, è evidente come le potenzialità della rete Internet in relazione alle 
sue dimensioni e al  suo sviluppo costante possano offrire alle organizzazioni criminali possibilità enormi di 
attuare forme di riciclaggio del tutto innovative rispetto a quelle tradizionali. Cfr: J.WALKER, “Laundering on 
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 L’immagine del riciclatore che passa il confine con la valigetta piena di banconote 
appartiene sempre di più al passato. Oggi la maggior parte delle transazioni illegali 
avviene attraverso i circuiti  di trasferimento elettronico swift o chips, senza che sia 
necessario spostarsi da casa o dalla sala trading di una banca.
Il fenomeno del riciclaggio si articola in tre passi:
1. processo  di  accumulazione  di  denaro  sporco  conseguenza  di  attività 
economiche,  finanziarie  e  commerciali  ovviamente  illecite  (droga, 
prostituzione, frodi, ecc);
2. trasformazione dei  capitali  illeciti  in  leciti  attraverso il  loro mascheramento, 
ottenuto con l'interposizione di schermature idonee ad allontanare il provento 
delle sue origini illecite, non solo sotto il profilo giuridico, ma anche dal punto 
di vista geografico98; 
3. investimenti dei capitali “lavati” in attività lecite99.
the Internet:an econometric model for forecasting on-line flows of dirty money”, 1999.
98   Tali attività di occultamento possono essere rappresentate da soluzioni di diversa natura, tra le quali si 
possono ricordare le più diffuse, ossia lo spostamento in blocco del denaro nelle casse di aziende compiacenti 
mascherato da “ricapitalizzazione”, generalmente certificata da periti compiacenti se non direttamente coinvolti 
nel guadagno, ma anche la “produzione” di titoli dalla cui sottoscrizione deriva uno smistamento del denaro 
verso conti correnti intestati ad aziende o individui; tuttavia, una soluzione sempre di moda, per attuare un facile  
riciclaggio di denaro, è rappresentata dallo “spostamento” della sede legale e/o finanziaria di alcune gestioni in 
veri e propri “paradisi fiscali” o dall’impiego dei beni in oggetto presso banche e aziende offshore (ossia al di 
fuori delle regolamentazioni nazionali). I paradisi fiscali sono situati in Paesi i cui regimi tributari permettono di  
importare denaro e di depositarlo in Istituti di Credito senza porre particolari problemi legati alla tracciabilità 
delle origini, con in più il vantaggio di godere anche di tassazioni molto più basse di quelle praticate nel Paese di  
origine. Le società offshore, invece, sono realtà che, pur nascendo nella piena legalità, talvolta sono esposte 
(come emerso da numerose indagini di dominio pubblico) al raggiro di chi voglia occuparsi di riciclaggio di  
denaro: secondo l’ormai famosa logica delle “scatole cinesi”, infatti, diviene facile spostare rapidamente i propri 
soldi attraverso i conti di più società, così da confondere le idee di chiunque voglia seguire tutti i movimenti.  
Inoltre, esistono anche le banche offshore, ossia istituti specializzati come qualsiasi altra banca nella gestione di  
crediti, ma che in diverse occasioni sono stati coinvolti nel trasferimento di denaro illegale, grazie a conti di 
deposito o per mezzo d’investimenti mirati. In tutti questi casi (paradisi fiscali, società offshore, banche offshore) 
è  evidente  che  il  soggetto  criminale  viene  assistito  da  appositi  professionisti,  i  quali,  individualmente  e/o  
collettivamente,  mettono  ormai  a  disposizione  non  soltanto  competenze  di  natura  finanziaria,  ma  anche  e 
soprattutto di natura informatica, dovendo interagire con piattaforma elettroniche per lo spostamento dei capitali.
 
99   Consiste nel reimpiego dei capitali nell'economia legale grazie alle prestazioni fornite da professionisti  
altamente specializzati. Il ricorso a specialisti (notai, avvocati d'affari, commercialisti, ecc.), a istituti bancari e/o  
ad altri tipi di intermediari finanziari situati anche in paesi aventi una legislazione particolarmente attenta alla 
salvaguardia  del  segreto  bancario  (c.d.  “paradisi  fiscali”)  nonché  ai  cosiddetti  prestanome  è  finalizzato  ad 
ostacolare la possibilità per gli investigatori di svolgere indagini incisive che permettano di accertare la reale 
titolarità della ricchezza.
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 A sua volta, il fenomeno del  Cyberlaundering segue una schema trifasico: la prima 
operazione  è  il  Placement, cioè  piazzare  il  denaro  sporco  sonante  su  Internet.  Il 
contante, che pesa, che occupa spazio, che è difficile da occultare, ha come obiettivo 
principale quello di diventare elettronico. I modi per trasformarlo sono i più disparati, 
ad esempio caricando denaro di provenienza illecita su carte prepagate (le c.d. smart  
card)  anonime e da  qui  tutte  le  transazioni  finanziarie  vengono condotte  in  forma 
anonima. Questa è una fase estremamente delicata perché “un soggetto agente deve 
entrare  in  contatto  diretto  con un intermediario finanziario.  Non a  caso proprio  in 
questa  fase  si  è  sviluppato  il  cosiddetto  “smurfing”,  ossia  il  frazionamento 
dell’operazione  in  più  tranche,  per  eludere  i  controlli  previsti  dalle  normative 
antiriciclaggio”100.
Dopo  aver  convertito  il  denaro  in  forma  elettronica,  si  sfrutta  la  caratteristica 
principale di una rete dati:  la velocità. In pochi attimi è possibile trasferire piccole 
somme  di  denaro  su  banche  differenti,  in  paesi  differenti,  compiendo  la  seconda 
operazione:  il  Layering,  la  stratificazione  del  capitale,  eliminando  così  le  tracce 
contabili del denaro sporco. Ultima operazione è Integration101, ossia la fase in cui il 
denaro o gli  altri  beni  vengono “reintegrati”  nel  circuito  legale  e resi  nuovamente 
disponibili per l’impiego da parte dell’impresa criminale, essendone già state occultate 
la provenienza illecita e l’origine, anche geografica. Di solito si ricompone la somma 
su una banca off shore in un paese non allineato alle regolamentazioni internazionali 
dettate dall'accordo FATF-GAFI102 (Financial Action Task Force  - Gruppo di Azione 
Finanziaria) previste dal G8 contro il riciclaggio.  A questo punto dato che il denaro 
100   Così  da uno studio a  cura del  Comandante  del  Servizio Centrale  di  Investigazione  sulla  Criminalità  
Organizzata,  colonnello Sergio Bosco,  e del  capitano Giulio Sanarighi,  V.  Riv. Valori,  Mensile di  economia 
sociale e finanza etica, n. 29, Maggio 2005. 
101   Le  definizioni riportate  nel  testo sono tratte dall’UN ODCCP Glossary of Money Laundering Terms, 
disponibile sul sito ufficiale del United Nations Office on Drugs Control and Crime Prevention: www.unodc.org. 
102  Il  GAFI  –  FATF  (Gruppo  di  azione  finanziaria  –  Financial  Action  Task  Force)  è  un  organismo 
intergovernativo  che  ha  come obiettivo  lo  sviluppo,  a  livello  nazionale  e  internazionale,  delle  politiche  di  
prevenzione del riciclaggio e del finanziamento del terrorismo. Attualmente il GAFI conta 34 paesi membri oltre 
alla Commissione europea e il Consiglio di cooperazione del golfo. Tra gli altri, hanno la qualità di osservatori il  
Fondo monetario internazionale (IMF), la Banca mondiale (WB) ed il Gruppo Egmont. 
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 arriva da altri conti correnti e non più da proventi di attività illecite o, quanto meno, 
non è direttamente riconducibile ad esse, non resta che spenderlo per smaterializzare 
ancora di più il rapporto tra il denaro e l'attività che l'ha prodotto. 
Due  sono  gli  aspetti  da  sottolineare:  la  prima  considerazione  è  che  tutta  questa 
procedura  avviene  in  Internet  sfruttando la  caratteristica  della  “virtualità”  in  totale 
assenza  dei  limiti  temporali  e  logistici  tipici  del  fenomeno  tradizionale.  Questo 
permette di eseguire l'operazione di riciclo nell'arco di neppure mezza giornata, e nei 
casi più complessi si parla di 2/3 giorni. La seconda considerazione fondamentale è 
che le autorità, per ricostruire i passaggi di placement e layering, impiegheranno mesi 
se  non  anni.  Vi  è,  dunque,  un  gap temporale  notevole  tra  quanto  si  impiega  a 
commettere l'illecito e quanto si impiega a identificarlo: proprio questo lasso di tempo 
permette di ripulire il denaro senza lasciare traccia. In pratica il denaro contante è stato 
preso,  trasformato  in  denaro  elettronico,  spezzettato  in  giro  per  il  mondo  in  cifre 
piccole (di solito in cifre più basse delle soglie definite dalle leggi antiriciclaggio), 
ricomposto su una banca off shore e quindi speso.
In altri  termini,  con Internet viene ampliata quella “distanza” tra il  riciclatore ed il 
capitale, frutto dell’attività illecita, rendendo più difficoltosa l’opera di indagine sui 
soggetti  sospettati103.  La  “distanza”  è  un  fattore  che  permette  al  riciclatore  di 
assicurarsi uno spazio relativamente tranquillo ove operare senza incorrere in controlli 
particolari.
La qualità rilevante, in senso quantitativo che qualitativo, del cyberlaundering è che il 
trasferimento di denaro sporco si avvale di professionisti con competenze di natura 
finanziaria  ma  soprattutto  informatica,  i  quali  individualmente  e/o  collettivamente 
interagiscono su piattaforme elettroniche per lo spostamento di capitali.
Tenendo  conto  delle  caratteristiche  proprie  di  Internet  e  di  come  le  stesse  sono 
utilizzate, il riciclaggio on line assume due distinte forme: 
103   La frammentazione degli scambi e la stessa tecnologia delle reti, pure a fronte degli opportuni strumenti di 
monitoraggio, facilita quella stratificazione complessa di operazioni (che rappresenta la natura profonda della 
meccanica dei fenomeni di riciclaggio), atta ad allontanare la fonte delle risorse dalla loro reale destinazione.
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 • riciclaggio  digitale  strumentale,  prende  in  considerazione  Internet  come 
strumento ulteriore di comunicazione, che si aggiunge a quelli tradizionali, ma 
con  enormi  vantaggi104,  offrendo  un  canale  nuovo  per  le  operazioni  di 
riciclaggio  senza  modificarne  comunque  i  meccanismi  di  fondo.  In  quanto 
attività  illecita  economica,  il  riciclaggio  vede  come  luoghi  di  partenza  quei 
Paesi (c.d. paradisi finanziari, o centri off-shore) in cui la legislazione presenta 
caratteristiche specifiche di flessibilità nei confronti di questo fenomeno e nel 
rispetto  della  privacy.  In  questo  contesto  Internet  offre  la  possibilità  e  la 
comodità di trovare servizi off-shore con un semplice click dal proprio personal 
computer, digitando semplicemente parole chiave come anonymous,  account, 
off-shore,  ecc.  Inoltre,  la  facilità  di  operare  sul  circuito  finanziario 
internazionale direttamente da un computer da qualsiasi parte del mondo rende 
estremamente  difficoltoso  ricostruire  l’organigramma  finanziario  posto  in 
essere.  Per  di  più,  come  già  osservato,  Internet  rappresenta  un  sistema  di 
comunicazione  efficiente  e  riservato105,  che  crea  non  pochi  ostacoli  alla 
ricostruzione delle forme di riciclaggio virtuale.
• riciclaggio digitale  integrale,  dove si  ha  la  completa  sostituzione del  denaro 
convenzionale con moneta virtuale, di conseguenza gli scambi sono molto più 
difficili da tracciare. La fase di placement, viene condotta direttamente in forma 
digitale  riducendo  notevolmente  tutti  i  rischi  connessi  e,  spesso,  rendendo 
superflue le altre due fasi.
Tuttavia,  esistono  anche  altre  metodologie  per  trattare  tramite  infrastrutture 
elettroniche  il  denaro  di  provenienza  illecita.  Per  esempio,  si  pensi  al  pirata 
104   Quali: 1) una garanzia maggiore dell’anonimato; 2) l’indifferenza rispetto alla distanza geografica; 3) una 
velocità considerevole di realizzazione delle transazioni.
105   Si pensi, ad esempio, ai siti che garantiscono l’anonimato, agli accessi pubblici ad Internet e ai c.d. cyber-
cafè,  all’uso  di  sistemi  di  comunicazione  criptata,  alle  caselle  di  posta  elettronica  anonime,  alle  tessere  di 
telefonia mobile per telefonare anonimamente.
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 informatico che tenta e/o riesce a carpire credenziali private attraverso il phishing106 o 
tramite l’installazione di appositi software (spyware107, redirector108, rootkit109, banking 
keylogger110,  etc.),  al  fine  di  truffare  ignari  clienti  magari  per  effettuare  ricariche 
telefoniche via web o, purtroppo, bonifici in uscita con addebito sul conto corrente del 
truffato. I cyber criminali, a questo punto, avranno hanno però bisogno di “pulire” (si 
tratta  nuovamente  di  cyberlaundering)  le  somme  fatte  uscire  dai  conti  dei  clienti 
truffati;  in particolare,  devono contare sulla disponibilità di conti correnti  (o anche 
carte prepagate) messi loro a disposizione, più o meno consapevolmente, da soggetti 
intestatari  attivi  (detti  “prestaconto” o “money mule”),  i  quali,  al  ricevimento delle 
somme di denaro, procedono al loro incasso e trasferimento in capo agli organizzatori 
del  crimine (ovviamente, un prestaconto potrebbe anche essere un’identità virtuale, 
qualora  il  pirata  informatico abbia  prodotto  un documento falso per  intestare  a  se 
106   È una tecnica per indurre gli utenti a rivelare con l'inganno informazioni personali o finanziarie attraverso 
un messaggio di posta elettronica o un sito web fraudolento. Un tipico attacco di phishing in linea di massima 
inizia con un messaggio di posta elettronica che si presenta come una notifica ufficiale proveniente da una fonte  
attendibile, ad esempio una banca, una società emittente di carte di credito o un noto commerciante sul web. Dal 
messaggio di posta elettronica i destinatari vengono diretti a un sito  web fraudolento dove vengono invitati a 
immettere  alcune  informazioni  personali,  ad  esempio  il  numero  di  conto  corrente  o  la  password.  Queste 
informazioni vengono quindi utilizzate per appropriarsi dell'identità altrui. 
107   E’ un software-spia il cui scopo è quello di leggere informazioni presenti nel PC di un utente e inviarle 
attraverso Internet ad un sito o ad un computer remoto sulla rete. Tipicamente, lo spyware viene installato sui 
computer  degli  utenti  senza che essi  ne siano a conoscenza, da altri  software (spesso gratuiti),  scaricati  da 
Internet.      
          
108   Termine con il quale viene indicato il re-indirizzamento di un sito web su un secondo URL. 
109   In informatica un rootkit, letteralmente “equipaggiamento da amministratore”, è un programma software 
prodotto  per  avere  il  controllo  sul  sistema  senza  bisogno  di  autorizzazione  da  parte  di  un  utente  o  di  un 
amministratore.  Recentemente alcuni  virus informatici  si sono avvalsi della possibilità di agire come  rootkit  
(processo, file, chiave di registro, porta di rete) all'interno del sistema operativo. 
110   La parola keylogger era già definita ai tempi del vecchio DOS, quando i computer erano gestiti solo da 
tastiera.  La  maggior  parte  dei  keylogger di  base provenienti  da quell'epoca registravano soltanto i  tasti  che 
venivano premuti. La spia, una persona che aveva accesso diretto alla macchina, poteva prelevare tale registro in  
un  momento  successivo  e  vedere  qualsiasi  cosa  avevi  digitato.
I moderni keylogger sono migliorati di molto. Non soltanto registrano le battute da tastiera, ma eseguono anche 
istantanee dello schermo per mostrare allo spione con quali finestre hai lavorato, catturano informazioni sul tuo  
utilizzo di Internet e molto altro. La spia non ha neanche bisogno di accedere fisicamente alla tua macchina  
poichè molti keylogger odierni inviano per posta i loro rapporti. Nel caso del  banking keylogger l'obiettivo è 
copiare i codici personali bancari immessi dalla tastiera del proprio computer per poi usarli in maniera illecita.
57 
 stesso, ma con altro nome, il conto di appoggio). 
L'unica efficace soluzione per combattere il riciclaggio e gli altri abusi illeciti collegati 
è una accurata attività normativa.
Passando al piano della risposta normativa, questa si è evoluta attraverso una pluralità 
di  fonti  che sono venute intrecciandosi sul  piano sovranazionale (i.e.  propriamente 
internazionale e comunitario) e nazionale111, alimentando un vero e proprio processo di 
osmosi  normativa112:  le  legislazioni  dei  singoli  stati  sono state  alla  volta  punto  di 
partenza, alla volta punto di arrivo di tale processo, un processo non sempre indolore, 
dato che le direttrici normative internazionali non sono risultate sempre omogenee e 
coordinate  ed  hanno  anche  alimentato,  sul  piano  nazionale,  risposte  alla  volte 
frammentarie e poco lineari.
Sono numerose le normative113 formulate in tema dal legislatore italiano in linea con i 
provvedimenti  comunitari  emanati  nel  tempo  finalizzati  a  prevenire  l'utilizzo  del 
sistema finanziario per scopi illeciti nonché a garantire la trasparenza nei trasferimenti 
di denaro e valori tra il pubblico.
Per  lo  svolgimento  di  questo  lavoro  meritano  di  essere  citati:  il  D.Lgs.  europeo 
111   Nelle premesse della direttiva del Parlamento Europeo e del Consiglio 26 ottobre 2005 n. 2005/60/Ce si  
legge  che  “flussi  ingenti  di  denaro  proveniente  da  attività  criminose  possono danneggiare  la  stabilità  e  la  
reputazione del settore finanziario e minacciare il mercato unico; il terrorismo scuote le fondamenta stesse della 
nostra società. Il riciclaggio dei proventi di attività criminose e il finanziamento al terrorismo avvengono sovente 
a livello comunitario. Misure adottate esclusivamente a livello nazionale e comunitario, senza coordinamento né 
cooperazioni internazionali, avrebbero effetti molto limitati”. Tali esigenze di collaborazione internazionale con 
finalità di prevenzione e repressione, spiegano perchè alla base di tutte le norme nazionali emanate a disciplina  
delle materia, di lotta al riciclaggio di “denaro sporco” e al finanziamento illecito del terrorismo nel tempo, sono  
sempre  importanti  provvedimenti  di  rango  sopranazionale,  che  si  ascrivono  nel  contesto  delle  più  ampie  
Raccomandazioni del G.A.F.I., ossia del referente mondiale in materia.
112   Sulla  pluralità  dei  livelli  normativi  in  cui  si  è  dipanata  ed  attualmente  si  articola  la  legislazione  
antiriciclaggio,  cfr.,  per  quanto  riguarda  il  diritto  supranazionale,  ZANCHETTI,  Il  contributo  delle  
organizzazioni internazionali nella definizione delle strategie di contrasto al riciclaggio, in MANNA (a cura di), 
Riciclaggio e reati  connessi  all’intermediazione mobiliare,  Torino,  1999,  pp.  3  ss.;  sul  processo di  “osmosi 
normativa”  tra  fonti  internazionali,  fonti  comunitarie,  e  fonti  interne,  cfr.  anche  MANACORDA,  La 
réglementation du blanchiment de capitaux en droit international: les cordonnées du système, in Rev. sc. crim., 
1999, pp. 251 ss.
113   D.lgs.  n.  374/1999,  relativo  all'  “estensione  delle  disposizioni  in  materia  di  riciclaggio  di  capitali 
provenienza illecita e di attività finanziarie particolarmente suscettibili di utilizzazione a fini di riciclaggio, a 
norma dell'art. 15, legge n. 52/1996.
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 143/1991, convertito, con modificazioni, nella legge n. 197/1991114 (cosiddetta “legge 
antiriciclaggio”), recante provvedimenti urgenti per limitare l'uso del contante e dei 
titoli al portatore nelle transazioni e prevenire l'utilizzazione del sistema finanziario a 
scopo di riciclaggio115, per giungere al d.lgs. n. 56/2004116 (“Attuazione della direttiva 
2001/97/CE117 in  materia  di  prevenzione  all'uso  del  sistema finanziario  a  scopo di 
riciclaggio dei proventi da attività illecite”) che, abrogato dall'art. 64, comma 1, lett. 
114   La  legge  5  luglio  1991,  n.  197,  che  è  stata  successivamente  modificata  ed  integrata  dai  seguenti  
provvedimenti: d.lgs 1 settembre 1993, n. 385 (Testo Unico delle leggi in materia bancaria e creditizia); legge 6 
febbraio 1996, n. 52 (legge comunitaria 1994), art. 15; d.lgs 26 maggio 1997, n. 153; d.lgs 25 settembre 1999, n.  
374; legge 1 marzo 2002, n. 39 (legge comunitaria 2001), art. 56; legge 23 dicembre 2000, n. 388, artt. 150,  
comma 4, 151, comma 2, lettera a) e b). Risulta evidente l'imponente stratificazione legislativa formatesi in  
materia antiriciclaggio.
115   La legge n. 197/1991 , partendo dall'assunto che il settore dell'intermediazione finanziaria costituisce un  
punto obbligato di passaggio per l'inserimento di capitali illeciti sul mercato legale, ha disciplinato una serie di  
“presidi”  atti  ad  ostacolare  la  commissione  del  particolare  fenomeno  criminale.  In  generale,  il  sistema  di 
prevenzione, oltre a fissare specifici divieti e obblighi per i privati in materia di utilizzo del denaro contante e 
titoli al portatore, ha richiesto una collaborazione “attiva” e “passiva” da parte dei destinatari delle disposizioni  
antiriciclaggio, avendo al riguardo alle informazioni da questi possedute o acquistate nell'ambito della ordinaria  
attività istituzionale o professionale svolta (M.CAPOLUPO, M.CARBONE, G. STURZO,  Antiriciclaggio:  gli  
obblighi dei professionisti, Milano, 2008).
116   Con il D. Lgs. 20 febbraio 2004, n. 56 è stato assicurato il recepimento della seconda direttiva comunitaria 
"antiriciclaggio" n. 2001/97/CE. Il d.lgs. è stato pubblicato sulla Gazzetta Ufficiale del 28 febbraio 2004, serie  
generale n. 49, ed è entrato in vigore il quindicesimo giorno successivo alla pubblicazione. 
Il passaggio dalla vecchia alla nuova disciplina pone alcune questioni attinenti al regime transitorio, in relazione 
alle  quali  si  rende necessario formulare alcune precisazioni.  Vengono anzitutto riportate  alcune premesse di  
portata generale. 
- Le norme di legge che prevedono gli obblighi antiriciclaggio di identificazione, e registrazione e segnalazione 
delle  operazioni  sospette  divengono  efficaci  con  la  definizione  del  contenuto  e  delle  modalità  applicative 
attraverso la normativa di attuazione. 
- Per le banche e gli altri intermediari, già destinatari delle disposizioni emanate ai sensi del Decreto – Legge 3 
maggio 1991, n.143 convertito dalla Legge 5 luglio 1991, n.197, il contenuto e le modalità degli obblighi di  
identificazione e registrazione sono specificati in tali disposizioni attuative, le quali continuano ad applicarsi sino 
all'emanazione delle nuove, secondo il regime transitorio previsto dall'art.8, comma 9, del D. Lgs.n.56 del 2004.
- L'inefficacia delle disposizioni legislative che prevedono gli obblighi in considerazione sino all'adozione delle 
norme regolamentari di applicazione, esplicitamente prevista per alcuni soggetti nell'art.8, comma 5, del D. Lgs.  
n.56 del 2004, deve ritenersi espressione di un principio generale, in quanto tale estensibile anche ai destinatari 
della disciplina non espressamente contemplati dal regime transitorio previsto dal già citato art.8, comma 9. 
V.http://www.dt.tesoro.it/export/sites/sitodt/modules/documenti_it/prevenzione_reati_finanziari/prevenzione_rea
ti_finanziari/Comunicato-regime-transitorio-.pdf .
117   Conosciuta anche come II  direttiva europea in  materia  antiriciclaggio che ha precisato la nozione di 
riciclaggio in senso ampio come “conversione o trasferimento o occultamento o dissimulazione o acquisto o 
detenzione di beni, denaro o risorse provenienti da attività illecite”. Con essa è stato ampiamente esteso anche il  
campo di applicazione soggettivo degli obblighi in materia di lotta al riciclaggio di denari sporco da applicare a 
livello nazionale; e per la prima volta sono stati individuati quali destinatari  i  professionisti delle attività di  
assistenza e rappresentazione dei clienti, ed in particolare i revisori, i contabili esterni, i consulenti tributari, gli  
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 d), d.lgs. n. 231/2007, ha comunque avuto il merito di estendere l'applicabilità degli 
ormai consolidati  obblighi di identificazione e di conservazione delle informazioni, 
nonché degli obblighi di segnalazione delle operazioni sospette, tra gli altri, oltre che 
alle banche, anche agli istituti di moneta elettronica, e, da ultimo, in attuazione della 
direttiva  2005/60/CE118,  e  della  direttiva  2006/70/CE119,  il  d.lgs.  n.  231/2007, 
concernente la prevenzione dell’utilizzo del sistema finanziario a scopo di riciclaggio 
dei  proventi  di  attività  criminose  e  di  finanziamento  del  terrorismo120,  più  volte 
modificato – recentemente ad opera dell'art. 12, comma1, del decreto legge 6 dicembre 
2011, n. 201(“Decreto SalvaItalia”).
L’art. 49 di tale provvedimento, al primo comma, sancisce il divieto di trasferimento di 
denaro contante o di libretti  di  deposito bancari o postali  al portatore o di titoli  al 
agenti  immobiliari,  i  notai  e  –  testualmente  –  gli  altri  professionisti  legali.  Pubblicata  in  G.U.C.E.  del  28 
dicembre  2001,  L  344/76  e  disponibile  online su:  http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?
uri=OJ:L:2001:344:0076:0081:IT:PDF.
118   Il testo del d.lgs. 60/2005 “Relativa alla prevenzione dell'uso del sistema finanziario a scopo di riciclaggio  
dei  proventi  di  attività  criminose  e  di  finanziamento  del  terrorismo”  o  meglio  nota  come  ”III  direttiva  
antiriciclaggio” è pubblicato in G.U.U.E. n. L 309 del 25 novembre 2005. Ha ulteriormente ampliato e precisato 
i contenuti delle previdenti norme, riferendosi quanto alle fattispecie sanzionate non più soltanto ai “proventi di 
attività illecite” ma più dettagliatamente ai “proventi di attività criminose e di finanziamento al terrorismo”. Nel 
disegno comunitario della lotta al riciclaggio di denaro sporco, questa III direttiva ha avuto infatti il dichiarato 
scopo di  “introdurre disposizioni più specifiche e dettagliate” sugli obblighi di identificazione e verifica del 
cliente o, in sua vece, del c.d. “titolare effettivo dell'operazione” sospetta di essere in contrasto con le norme 
vigenti, e sulla eventuale esistenza di rapporti d'affari ad alto rischio. Essa ha inteso estendere anche l'ambito di  
applicazione ai nuovi soggetti (ad esempio agli intermediari assicurativi) e a nuove operazioni (ad esempio le  
iniziative/transazioni in Internet),  imponendo il controllo severo di tutte le operazioni in contanti di importo  
elevato.
119   Il testo del d.lgs. 70/2006 “recante misure di esecuzione della direttiva 2005/60/CE del Parlamento europeo  
e del Consiglio per quanto riguarda la definizione di «persone politicamente esposte» e i criteri tecnici per le 
procedure semplificate di adeguata verifica della clientela e per l’esenzione nel caso di un’attività finanziaria 
esercitata in modo occasionale o su scala molto limitata” è pubblicato in G.U.U.E. n. L 214 del 4 agosto del 
2006.
120   Il testo del decreto è pubblicato in G.U. n. 290 del 14 dicembre 2007- Suppl. Ordinario n. 268/L.
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 portatore in euro o in valuta estera121, effettuati a qualsiasi titolo tra soggetti diversi122, 
quando il  valore  complessivo123 dell’operazione sia  pari  o  superiore  a €  1000124,  a 
meno  che  questi  vengano  eseguiti  avvalendosi  dell’intermediazione  di  determinati 
soggetti abilitati, quali banche, istituti di moneta elettronica e Poste Italiane S.p.A125.
Il secondo comma dell’articolo in parola prosegue disponendo che al momento della 
consegna della somma in contanti da parte del debitore all’intermediario, quest’ultimo 
121    Il denaro contante o di libretti di deposito bancari o postali al portatore o di titoli al portatore in euro o in 
valuta estera si tratta , a fattore comune, di strumenti di pagamento per loro natura anonimi che, come tali,  
sfuggono  alla  canalizzazione  dei  flussi  finanziari  presso  gli  intermediari  finanziari  ed  alla  conseguente  
conservazione  delle  informazioni  relative  alle  informazioni  relative  alle  operazioni.  Pertanto  non  rientrano,  
nell'ambito di applicazione del divieto  il trasferimento di libretti di risparmio e dei titoli nominativi, anche per  
importi superiori alla soglia.
122   Come precisato da Ministero dell' Economia e delle Finanze – Dipartimento del tesoro con circolare n.  
989136 del 4 novembre del  2011, la soglia prevista dalla normativa antiriciclaggio trova applicazione per il  
trasferimento di denaro contante tra soggetti diversi, in cui non siano parte banche, Poste Italiane S.p.a. ed Istituti 
di  moneta  elettronica,  in  quanto  soggetti  abilitati  per  legge  ad  effettuare  trasferimenti  superiori  alla  soglia. 
Peraltro  il  fatto  oggettivo  del  prelievo  di  denaro  contante  presso  gli  sportelli  bancari  non  costituisce 
trasferimento,  in  quanto  la  somma rimane  comunque  pur  sempre  a  disposizione  di  colui  che  ha  effettuato 
l'operazione. Sullo specifico punto si è nuovamente pronunciato il Ministero dell'Economia e delle Finanze con 
la circolare n. 2 del 16 gennaio 2012, specificando che “i prelievi/versamenti di contante sopra la soglia, sul  
proprio conto corrente, o libretto postale nominativo, o effettuati anche con carta di credito, non costituiscono  
automaticamente violazione dell' art. 49”. 
123  La  soglia  imposta  dall’articolo  in  esame  si  riferisce,  per  espressa  previsione  normativa,  al  valore 
complessivo dell’operazione.  Pertanto,  in  caso di  una pluralità  di  trasferimenti,  si  dovrà  guardare all’intero 
ammontare trasferito e valutare se superi o meno il limite imposto dalla legge.
124   Dall'entrata in vigore dell' art. 49 del d.lgs. 231/2007, la soglia è stata modificata in quattro occasioni tali  
per cui il divieto ha riguardato le operazioni di trasferimento per importi pari o superiori a:
• 12500 euro, effettuate fino al 28 aprile 2008, fino a cui è rimasto in vigore l'art. 1 della legge 197/1991 
e il decreto interminesteriale 17 ottobre 2002;
• 5000 euro, eseguite nel periodo dal 30 aprile al 24 giugno 2008, per effetto dell'art. 49 del d.lgs. n.  
231/2007;
• 12500 euro, eseguite dal 25 giugno 2008 al 30 maggio 2010, a seguito delle modifiche introdotte 
dall'art. 32, comma 1,  del d.l. 25 giugno 2008, n. 112, convertito dalla legge 6 agosto 2008, n. 133;
• 5000 euro, effettuate dal 31 maggio 2010 al 12 agosto 2011, a seguito dell'emanazione dell' art. 20, 
commi 1 e 2, del d.l. 31 maggio 2010, n. 78, convertito dalla legge 30 luglio 2010, n.122;
• 2500 euro, eseguite dal 13 agosto al 5 dicembre 2011, per effetto dell'art. 2, comma 4, del d.l. 13  
agosto 2011, n. 138, convertito dalla legge 14 settembre 2011, n. 148;
• 1500 euro, effettuate dal 6 dicembre 2011 , per effetto dell'art. 12, comma 1, del d.l. 6 dicembre 2011,  
n. 201, convertito dalla legge 22 dicembre 2011, n. 214.
125   E’ principalmente l’inclusione degli istituti di moneta elettronica nel novero degli intermediari abilitati al 
compimento dell’operazione a sollevare l’interrogativo se si tratti o meno di  e-money, in quanto tali soggetti 
hanno un ambito di operatività piuttosto limitato, circoscritto allo svolgimento dell’attività principale (attività di  
emissione) ed alle attività connesse e strumentali. Pertanto, è necessario stabilire a quale di questi campi sia 
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 procede al rilascio di un’accettazione scritta126. 
Accettazione questa che, una volta comunicata al creditore, produrrà gli effetti tipici 
previsti  dall’art.  1277  c.c.  per  il  pagamento  con  moneta  legale,  ossia  l’estinzione 
dell’obbligazione pecuniaria. Il ritiro delle somme da parte del creditore potrà invece 
avvenire a partire dal terzo giorno lavorativo successivo a quello dell’accettazione da 
parte dell’intermediario, con pagamento nella provincia del proprio domicilio127.
Pertanto,  alla  luce  delle  novità  contenute  nella  normativa  antiriciclaggio,  tra  i  cui 
destinatari vengono indicati anche gli istituti di moneta elettronica, occorre domandarsi 
innanzitutto se la nuova fattispecie di trasferimento di somme in contanti contenuta nel 
citato art. 49 possa essere ricondotta o meno al  genus moneta elettronica; in caso di 
risposta affermativa, se si tratta di uno schema riconducibile alle forme ormai invalse 
nella pratica o se, viceversa, si è di fronte ad un’ulteriore tipologia introdotta ex novo. 
Da ultimo, una volta accertata la natura della fattispecie, bisognerà interrogarsi sulla 
concreta  portata  dell’assunto  contenuto  nel  terzo  comma dell’art.  49,  concernente, 
come si è detto, l’equiparazione, sul piano degli effetti del pagamento così effettuato, 
al pagamento con moneta legale disciplinato dall’art. 1277 c.c.
Più  in  particolare,  sarà  necessario  chiedersi  se  tale  previsione  sancisca  o  meno 
l’efficacia  solutoria  del  pagamento  effettuato  con  moneta  elettronica  e,  qualora  si 
propenda  per  la  prima  soluzione,  con  quali  conseguenze  sul  piano  della  natura 
giuridica di tale atto.
In primis, al fine di verificare la compatibilità dello schema di trasferimento in esame 
con quello tipico della moneta elettronica, occorrerà procedere ad una disamina attenta 
degli  elementi  costitutivi  della  nuova fattispecie  ed ad una loro comparazione con 
riconducibile l’operazione in analisi.
126   Il rapporto tra il debitore e l’intermediario viene a configurarsi come un mandato di pagamento, in quanto  
l’intermediario, ricevuta la consegna della somma, accetta l’ordine del debitore e si obbliga a pagare al creditore, 
rimanendo  estraneo  alla  sottostante  obbligazione.  Dato  il  carattere  di  pubblica  necessità  del  servizio  di 
intermediazione, sembra vi sia un obbligo di legge a carico dell’intermediario di accettare il mandato, purchè 
siano rispettate tutte le disposizioni normative e la somma gli sia stata previamente consegnata.
127   Ultimo capoverso del secondo comma dell’art. 49, d. lgs. n. 231/2007.
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 quelli fondanti la nozione di e-money.
In proposito, gioverà dunque richiamare la nozione di moneta elettronica contenuta 
nell’art. 1, secondo comma, lett. h-ter del T.U.B., laddove questa è definita “un valore 
monetario  rappresentato  da  un  credito  nei  confronti  dell’emittente  che  sia  
memorizzato su un dispositivo elettronico, emesso previa ricezione di fondi di valore  
non inferiore al valore monetario emesso ed accettato come mezzo di pagamento da  
soggetti diversi dall’emittente”128.
Perché  si  abbia  moneta  elettronica,  con tutto  ciò  che  ne  consegue  sul  piano della 
disciplina  applicabile,  devono  essere  soddisfatti  tutti  i  requisiti  richiesti  da  tale 
disposizione e quindi: si  deve trattare di un credito rimborsabile di valore pari alle 
somme versate all’istituto emittente; tale valore monetario, espresso sotto forma di bit, 
deve essere memorizzato su un supporto elettronico e deve essere spendibile presso un 
numero potenzialmente illimitato di soggetti (creditori) diversi dall’emittente. 
Orbene, dall’analisi della nuova fattispecie emergono diversi punti in comune con tale 
definizione.  Il  versamento  di  contante  all’istituto  accettante  da  parte  del  debitore 
sembra poter  essere configurato in  termini  di  credito  rimborsabile,  in quanto nulla 
vieta che quest’ultimo, una volta consegnata la somma di denaro, revochi l’ordine di 
pagamento e ne richieda immediatamente la restituzione o, ancora, decida di rettificare 
l’importo, riducendo l’ammontare delle somme da trasferire e procedendo al ritiro di 
parte del denaro versato. 
In secondo luogo, potrebbe ritenersi soddisfatto anche l’altro requisito richiesto dalla 
ricordata  disposizione  del  T.U.B.,  laddove  si  consideri  che  l’operazione  di 
trasferimento  (con  conseguente  rilascio  di  un  documento  scritto  comprovante 
128   A tali  requisiti  deve aggiungersi  la previsione secondo la quale la moneta elettronica è caratterizzata 
dall’assenza di attività intermediatrice da parte dell’istituto emittente, il quale opera esclusivamente “a monte ed  
a valle” dell’operazione (l’espressione è di OLIVIERI, OLIVIERI, Appunti sulla moneta elettronica, in Banca,  
borsa, tit.  cred.,  2001, I, p.  810 ss.).  In  particolare,  mette conto osservare come tale assunto non contrasti, 
almeno in linea di principio, con la fattispecie de qua. Laddove infatti il procedimento di trasferimento delle  
somme avvenga contestualmente all’ordine di pagamento impartito dal debitore e l’accettante funga, per così 
dire, da mero veicolo trasmissivo del denaro (al pari del circuito chiuso che caratterizza i pagamenti tramite POS 
e della rete Internet), nulla sembrerebbe potersi obiettare in merito alla configurabilità della figura in esame in  
termini  di  e-money.  Ovviamente,  come  si  è  detto,  con  la  precisazione  che  si  tratta  pur  sempre  di  ipotesi 
ricostruttive che potranno essere considerate valide se ed in quanto troveranno riscontro nella prassi. 
63 
 l’intervenuta accettazione da parte dell’intermediario) è, in linea teorica, effettuabile 
nei  confronti  di  un  numero potenzialmente  illimitato  di  soggetti  (creditori)  diversi 
dall’emittente, individuabili, di volta in volta, sulla base dell’indicazione fornita dal 
debitore ordinante. 
Alcune  perplessità  nascono  invece  per  quanto  riguarda  il  requisito  della 
memorizzazione  su  un  dispositivo  elettronico.  Come  più  volte  ricordato,  in  tale 
previsione  sembra  risiedere  l’essenza  stessa  dell’e-money,  consistente  nella 
memorizzazione diretta su tale supporto degli impulsi elettronici corrispondenti alla 
quantità di moneta emessa, senza che sia necessario a tal fine accedere ad un conto. In 
conseguenza di ciò, si assiste al passaggio diretto delle unità monetarie dal borsellino 
virtuale del debitore a quello del creditore. 
Nella fattispecie in analisi, data l’assenza di indicazioni normative precise sul punto (il 
secondo comma dell’art. 49 nulla dice infatti sulle modalità attraverso le quali avviene 
il trasferimento delle somme, limitandosi a prevedere genericamente che questo debba 
avvenire  “per  il  tramite  di  banche,  istituti  di  moneta  elettronica  e  Poste  Italiane 
S.p.A.”), sono offerte all’interprete diverse soluzioni, influenzate da quella che sarà, 
nel  vigore  della  nuova  normativa  antiriciclaggio,  la  prassi  operativa  seguita  dagli 
intermediari abilitati. 
In altre parole, si tratta di vedere se, in concreto, sarà soddisfatto o meno il requisito 
della memorizzazione su supporto elettronico. In proposito, sembrano potersi profilare 
due distinte ipotesi. 
La prima riguarda essenzialmente il  caso in cui l’istituto accettante non proceda al 
caricamento delle somme versate dal debitore su alcun dispositivo informatico ma si 
limiti  a  provvedere  al  trasferimento  di  dette  somme.  In  simili  casi,  più  che  di 
un’operazione  riconducibile  allo  schema  della  moneta  elettronica,  sembrerebbe 
trattarsi della prestazione di un servizio di pagamento che, nel caso specifico degli 
istituti  di  moneta  elettronica,  andrà  ricondotto  nell’alveo  delle  attività  connesse  e 
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 strumentali di cui all’art. 114-bis del T.U.B129.
Viceversa, qualora l’intermediario provveda all’apertura sul proprio terminale di un 
file a  nome  del  debitore,  nel  quale  le  somme  vengano  caricate  per  essere  poi 
trasformate  in  impulsi  elettronici  e  sul  quale  restino  per  un  periodo  di  tempo 
sufficiente  affinché  si  verifichi  l’identificazione  tra  supporto  elettronico  e  unità 
monetarie,  si  sarà  in  presenza  di  uno  schema  riconducibile,  nei  suoi  tratti 
fondamentali, alla moneta elettronica130.
A questo  punto,  è  necessario  stabilire,  nel  caso  in  cui  si  verifichi  questa  seconda 
ipotesi, di quale tipo di moneta elettronica eventualmente si tratti.
In proposito, non può sfuggire che nel caso in esame non si ha l’emissione di alcuna 
tessera magnetica sulla quale sono caricate le somme versate e che pertanto non può 
essere assimilata alla  smart card.  Parimenti, sono rilevabili alcune differenze anche 
con riguardo al c.d. software money. E’ vero infatti che in simili casi si procederebbe 
pur sempre alla conversione di moneta legale in impulsi elettronici da memorizzare su 
un file, ma ciò che muta è l’articolazione stessa dell’operazione di pagamento. Ciò in 
quanto,  innanzitutto,  nelle  forme  attualmente  in  uso,  l’utilizzo  dello  strumento  di 
pagamento è limitato alla rete Internet, con funzionamento in tempo reale (mentre nel 
caso in esame si è di fronte ad una modalità off-line). Inoltre, nelle tipologie allo stato 
attuale più diffuse di  software money è prevista una procedura più complessa,  che 
comporta  un  maggiore  coinvolgimento  dell’istituto  emittente  nelle  diverse  fasi  del 
procedimento di trasferimento.
Alla luce delle considerazioni appena svolte, sembra dunque plausibile sostenere che si 
tratti  di  una  nuova  tipologia  di  moneta  elettronica,  avente  caratteristiche  del  tutto 
129   Si vedano inoltre le Istruzioni di Vigilanza sugli IMEL, emanate con Circolare della Banca d’Italia del 26 
marzo 2004, n. 253, laddove si dispone che, nell’ambito dell’effettuazione di servizi di pagamento da parte di  
detti istituti, essi possano “prestare servizi di incasso e trasferimento fondi, nonché servizi di gestione di mezzi di  
pagamento emessi da terzi” (Cap. V, punto n. 3).
130   Ciò che infatti rileva, ai fini della qualificazione di una determinata fattispecie come moneta elettronica è, 
tra le altre cose, l’interdipendenza esistente tra supporto elettronico e unità monetarie digitali ivi caricate, nel  
senso che tale connessione consente il trasferimento diretto delle somme da debitore a creditore, senza l’opera di  
intermediazione dell’istituto emittente.
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 peculiari  rispetto  alle  figure finora  conosciute ma che,  pur discostandosi da queste 
ultime, presenta comunque tutti i  requisiti legali richiesti ai fini dell’inquadramento 
normativo.
A questo punto mette conto osservare come, da un’eventuale configurazione in termini 
di moneta elettronica della fattispecie in analisi,  discenda un’ulteriore conseguenza, 
sulla base degli  spunti  offerti  in  tal  senso dal  terzo comma dell’art.  49 del  d.  lgs.  
231/2007. 
Tale norma dispone infatti che “la comunicazione da parte del debitore al creditore  
dell’accettazione di cui al comma secondo produce l’effetto di cui al primo comma  
dell’art. 1277 c.c.”, ossia l’estinzione dell’obbligazione pecuniaria.
E’ evidente che una simile previsione conforterebbe, seppure parzialmente, la tesi sul 
riconoscimento del potere solutorio dei pagamenti effettuati con moneta elettronica. 
Parzialmente  in  quanto  la  disposizione  in  parola  si  applica  esclusivamente  ai 
trasferimenti di importo pari o superiore ai € 1000. 
Si  assisterebbe,  in  conclusione,  al  passaggio  dal  riconoscimento  di  un'efficacia 
estintiva delle obbligazioni di tipo meramente convenzionale, fondata sull’adesione del 
creditore al sistema di pagamento, ad un’efficacia di tipo legale, in cui questa nuova 
modalità  di  pagamento  viene  equiparata,  perlomeno  sul  piano  degli  effetti,  alla 
fattispecie legale tipica contemplata dall’art. 1277 c.c.
Invece,  passando ad  un'altra  prospettiva,  quella  degli  istituti  di  moneta  elettronica 
(IMEL), la loro attività è soggetta a tre direttive comunitarie sulla prevenzione dell’uso 
del sistema finanziario a scopo di riciclaggio dei proventi di attività illecite.
Si tratta della direttiva 91/308/CE131, della direttiva 2001/97/CE132, recante modifica 
della  precedente,  recepita  in  Italia  con  il  D.Lgs.  56/2004133,  ed  infine  la  direttiva 
131   G.U. L. 166 del 28 giugno 1991.
132   G.U. L. 344 del 28 dicembre 2001.
133   G.U. n. 49 del 28 febbraio 2004.
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 60/2005/CE134 (la c.d. III Direttiva antiriciclaggio) recepita in Italia dal noto D.lgs. 21 
novembre 2007 n. 231. 
Con il  recepimento  della  prima direttiva  comunitaria  –  la  91/308/CE -  ogni  Stato 
membro si è dovuto dotare di una disciplina interna, con la quale sono stati previsti 
degli  obblighi  a  carico  degli  enti  creditizi  e  delle  banche  relativi  all’accertamento 
dell’identità dei clienti, alla conservazione di copie dei documenti d’identità per un 
certo numero di anni dopo la cessazione dei rapporti contrattuali, alla richiesta di pezze 
giustificative e di registrazioni delle operazioni effettuate.
L’equiparazione degli Istituti di Moneta Elettronica agli enti creditizi ha determinato il 
loro assoggettamento alle direttive antiriciclaggio. Nel D.Lgs. 56/2004 di attuazione 
della  seconda  direttiva  -  la  2001/97/CE  -  è  infatti  previsto  che  gli  obblighi  di 
identificazione  e  di  conservazione  delle  informazioni  sui  clienti  e  sulle  operazioni 
effettuate sono a carico, tra l’altro, delle banche, di Poste e degli IMEL.
Il  D.lgs.  231/2007  che  recepisce  la  direttiva  comunitaria  60/2005/CE  all’art.  12 
chiarisce quali sono i soggetti che la normativa include tra i “professionisti”135, tra cui 
gli  IMEL,  e  che  pertanto  sono  destinatari  degli  obblighi  di  segnalazione  delle 
134   G.U.U.E. L. 309 del 25 novembre 2005.
135   L’attuale normativa si applica (art. 11 d. lgs. 231/07) alle banche, a Poste Italiane S.p.A., agli istituti di 
moneta  elettronica  (IMEL),  alle  società  di  intermediazione  mobiliare  (SIM),  alle  società  di  gestione  del  
risparmio (SGR), alle società di investimento a capitale variabile (SICAV), alle imprese di assicurazione che 
operano in Italia nei rami di cui all’art. 2, co. 1, del CAP, agli agenti di cambio, alle società che svolgono il 
servizio riscossione dei  tributi,  agli  intermediari  finanziari  nell'elenco speciale  previsto dall'articolo 107 del 
TUB, agli  intermediari  finanziari  iscritti  nell’elenco generale previsto dall’art.  106 del  TUB, alle  succursali  
italiane dei soggetti indicati precedentemente aventi sede in uno Stato estero nonché le succursali italiane delle 
società di  gestione del  risparmio armonizzate e  delle  imprese di  investimento;  alla  Cassa depositi  e  prestiti 
S.p.A., alle società fiduciarie, ai soggetti operanti nel settore finanziario iscritti nelle sezioni dell’elenco generale 
previsto dall’art. 155, co. 4, del TUB, ai soggetti operanti nel settore finanziario iscritti nelle sezioni dell’elenco  
generale previsto dall’art. 155, co. 5, del TUB, alle succursali italiane dei soggetti indicati in precedenza aventi 
sede  all’estero,  ai  promotori  finanziari  iscritti  nell’albo  previsto  dall’art.  31  del  TUF,  agli  intermediari 
assicurativi di cui all’art. 109, co. 2, del CAP che operano nel ramo vita, ai mediatori creditizi iscritti nell’albo 
previsto dall’art. 16 della L. n. 108/1996, agli agenti in attività finanziaria iscritti nell’elenco previsto dall’art. 3  
del d. lgs. 374/1999, ai professionisti (ragionieri, periti commerciali, revisori contabili, dottori commercialisti,  
consulenti  del  lavoro),  notai  e  avvocati  (quando,  in nome o per  conto di  propri  clienti,  compiono qualsiasi 
operazione di natura finanziaria o immobiliare e quando assistono i propri clienti nella predisposizione o nella 
realizzazione di  operazioni riguardanti:  1)  trasferimento a qualsiasi  titolo di  diritti  reali  su beni  immobili  o  
attività  economiche,  2)  gestione di  denaro,  strumenti  finanziari  o  altri  beni,  3)  apertura o gestione di  conti  
bancari,  libretti  di  deposito e  conti  di  titoli,  4) organizzazione degli  apporti  necessari  alla  costituzione,  alla  
gestione o all’amministrazione di società,  5) costituzione, gestione o amministrazione di società, enti trust o 
soggetti giuridici analoghi) e ai prestatori di servizi relativi a società e trust. 
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 operazioni sospette e di adeguata verifica della clientela. 
Gli  adempimenti  possono  essere  sintetizzati  in  una  serie  di  obblighi:  obbligo  di 
adeguata  verifica  della  clientela,  da  parte  degli  intermediari  e  degli  altri  soggetti 
esercenti attività finanziaria, quando:
•  instaurano un rapporto continuativo;
• eseguono  operazioni  occasionali,  disposte  dai  clienti  che  comportino  la 
trasmissione  o  la  movimentazione  di  mezzi  di  pagamento  di  importi  pari  o 
superiori a 15.000 euro, indipendentemente dal fatto che siano instaurati con 
un'unica operazione o con più operazioni che appaiono collegate o frazionate;
• vi  è  sospetto  di  riciclaggio  o  di  finanziamento  del  terrorismo, 
indipendentemente da qualsiasi deroga, esenzione o soglia applicabile;
• vi  sono  dubbi  sulla  veridicità  o  sull’adeguatezza  dei  dati  precedentemente 
ottenuti ai fini dell’identificazione di un cliente.
Tali  oneri  sono  soggetti  a  rafforzamenti136,  semplificazioni137 o  deroghe138 ma  si 
136   Gli  obblighi  di  adeguata  verifica  della  clientela  sono  rafforzati  quando  il  rischio  di  riciclaggio  o  
finanziamento del terrorismo è più elevato, ovvero quando: il cliente non è fisicamente presente; si tratta di conti 
di corrispondenza con enti corrispondenti di Stati extracomunitari; si è in presenza di persone politicamente 
esposte residenti in un altro Stato comunitario o in un Paese terzo.
137   Gli obblighi di adeguata verifica della clientela sono semplificati se il cliente è: uno degli intermediari 
indicati nell’art. 11, co. 1 e 2, lett. b) e c) del d. lgs. 231/07; un ente creditizio o finanziario comunitario soggetto  
alla  direttiva;  un  ente  creditizio  o  finanziario  situato  in  uno  Stato  extracomunitario,  che  imponga  obblighi 
equivalenti a quelli previsti dalla direttiva e preveda il controllo del rispetto di tali obblighi. L’identificazione e la 
verifica non sono richieste se il cliente è un ufficio della PA o un’istituzione o un organismo che svolge funzioni  
pubbliche  conformemente  alla  normativa  comunitaria.
Gli obblighi semplificati di adeguata verifica della clientela non si applicano qualora si abbia motivo di ritenere  
che l’identificazione non sia attendibile o qualora essa non consenta l’acquisizione delle informazioni necessarie.
138   Gli enti e le persone soggetti al d. lg. 231/07 sono autorizzati a non applicare gli obblighi di adeguata  
verifica della clientela, per:
• i contratti di assicurazione-vita, il cui premio annuale non ecceda i 1.000 euro o il cui premio unico sia 
di importo non superiore a 2.500 euro;
• forme pensionistiche complementari disciplinate dal d. lgs. 5 dicembre 2005, n. 252, a condizione che  
esse non prevedano clausole di riscatto diverse da quelle di cui all’art. 14 del medesimo decreto e che  
non possano servire da garanzia per un prestito al di fuori delle ipotesi previste dalla normativa vigente;
• regimi di pensione obbligatoria e complementare o sistemi simili che versino prestazioni di pensione,  
per i quali i contributi siano versati tramite deduzione dal reddito e le cui regole non permettano ai  
beneficiari, se non dopo il decesso del titolare, di trasferire i propri diritti;
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 considerano comunque assolti, anche senza la presenza fisica del cliente, quando:
• il cliente sia già identificato in relazione ad un rapporto in essere, purché le 
informazioni esistenti siano aggiornate;
• le operazioni sono effettuate con sistemi di cassa continua o attraverso sportelli 
automatici,  per  corrispondenza o attraverso soggetti  che svolgono attività  di 
trasporto di valori o mediante carte di pagamento; tali operazioni sono imputate 
al soggetto titolare del rapporto al quale ineriscono;
• i clienti i cui dati identificativi e le altre informazioni da acquisire risultino da 
atti pubblici, da scritture private autenticate o da certificati qualificati utilizzati 
per la generazione di una firma digitale associata a documenti informatici;
• i clienti i cui dati identificativi e le altre informazioni da acquisire risultino da 
dichiarazione della rappresentanza e dell’autorità consolare italiana.
Inoltre, per gli IMEL ci è l'obbligo di registrazione e conservazione, per almeno dieci 
anni,  delle  informazioni  che hanno acquisito  affinché possano essere  utilizzate  per 
qualsiasi  indagine  su  eventuali  operazioni  di  riciclaggio  o  di  finanziamento  del 
terrorismo  o  per  corrispondenti  analisi  effettuate  dalla  Unità  di  Informazione 
Finanziaria139 (UIF) o da qualsiasi altra Autorità competente.
• moneta elettronica: se il dispositivo non è ricaricabile, l’importo massimo memorizzato sul dispositivo 
non deve eccedere i 150 euro; se il dispositivo è ricaricabile, il limite è di 2.500 euro sull’importo totale 
trattato in un anno civile, fatta eccezione per i casi in cui un importo pari o superiore a 1.000 euro sia  
rimborsato al detentore nello stesso anno civile, ovvero sia effettuata una transazione superiore a 1.000  
euro;
• qualunque  altro  prodotto  o  transazione  caratterizzato  da  un  basso  rischio  di  riciclaggio  o  di 
finanziamento  del  terrorismo  che  soddisfi  i  criteri  tecnici  stabiliti  dalla  Commissione  europea,  se 
autorizzato dal MEF.
139   L'Unità  di  Informazione  Finanziaria  (UIF)  è  la  struttura  nazionale incaricata di  ricevere dai  soggetti  
obbligati, di richiedere, ai medesimi, di analizzare e di comunicare alle autorità competenti le informazioni che 
riguardano  ipotesi  di  riciclaggio  o  di  finanziamento  del  terrorismo.
È  istituita  presso  la  Banca  d’Italia,  ed  esercita  le  proprie  funzioni  in  piena  autonomia  ed  indipendenza.
L’UIF svolge le seguenti attività:
• analizza i flussi  finanziari  al  fine di individuare e prevenire fenomeni di riciclaggio di  denaro o di 
finanziamento del terrorismo;
• riceve le segnalazioni di operazioni sospette di cui all’art. 41 del d. lgs. 231/07 e ne effettua l’analisi  
finanziaria;
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 Inoltre  con il  recepimento  della  direttiva  2009/110/CE scatta  l'obbligo di  adeguata 
verifica  della  clientela  ogni  qualvolta  sul  dispositivo  di  moneta  elettronica  venga 
memorizzato un importo superiore a 250 euro (prima 150 euro).
3.3 -  Il contenuto (minimo) del contratto tra emittente e titolare di uno strumento di  
moneta elettronica
Da un punto di vista pratico, l’emissione di moneta elettronica avviene sulla base di un 
rapporto  contrattuale  concluso  tra  acquirente  ed  istituto  emittente,  nel  quale 
quest’ultimo  procede  alla  conversione  in  moneta  elettronica  (rectius,  in  impulsi 
elettronici) dei fondi versati sotto forma di altri tipi di moneta, quali la moneta legale o 
la moneta scritturale. 
Tale processo avviene attraverso la memorizzazione di tali somme su un dispositivo 
elettronico che, come detto, può essere rappresentato indifferentemente da smart card, 
da memoria di elaboratore o, si aggiunge, da qualsiasi altro schema tipologico, purchè 
presenti  le  caratteristiche  richieste  ai  fini  dell’applicazione  della  disciplina  sull’e-
money 140.
• acquisisce ulteriori dati ed informazioni, finalizzati allo svolgimenti delle proprie funzioni istituzionali,  
presso i soggetti tenuti alle segnalazioni di operazioni sospette di cui all’art. 41;
• riceve le comunicazioni dei dati aggregati di cui all’art. 40;
• si avvale dei dati contenuti nell’anagrafe dei conti e dei depositi.
L’UIF, inoltre, avvalendosi delle informazioni raccolte nello svolgimento delle proprie attività:
• svolge analisi e studi su singole anomalie, riferibili  ad ipotesi di riciclaggio o di finanziamento del 
terrorismo, su specifici settori dell’economia ritenuti a rischio, su categorie di strumenti di pagamento e  
su specifiche realtà economiche territoriali;
• elabora e diffonde modelli e schemi rappresentativi di comportamenti anomali sul piano economico e 
finanziario riferibili a possibili attività di riciclaggio o di finanziamento del terrorismo;
• può sospendere, anche su richiesta del Nucleo speciale di polizia valutaria della Guardia di Finanza, 
della DIA e dell’autorità giudiziaria, per un massimo di cinque giorni lavorativi, sempre che ciò non 
pregiudichi il corso delle indagini, operazioni sospette di riciclaggio o di finanziamento del terrorismo,  
dandone immediata notizia a tali organi.
140   In proposito, si ritiene possa trattarsi anche di apparecchiature di telefonia mobile o di qualsiasi altro 
strumento idoneo alla memorizzazione di informazioni in formato digitale.
70 
 All’inclusione di tali  tipi di supporto nella nozione di moneta elettronica si giunge 
attraverso  la  lettura  del  Considerando  n.  3  della  direttiva  2000/46/CE,  laddove  si 
indicano tra i dispositivi elettronici utilizzabili, a titolo meramente esemplificativo, le 
“carte a microprocessore” e le “memorie di elaboratore”141.
Si nota che, come già accennato, sia nel testo del provvedimento comunitario che in 
quello  novellato  T.U.B,  il  criterio  direttivo  del  legislatore  è  quello  di  non  dettare 
istruzioni particolareggiate dei supporti (informatici) utilizzabili, ma piuttosto si affida 
alle previsioni contenute nelle considerazioni di accompagnamento alla direttiva142, sia 
per ragioni di carattere tecnico, al fine di evitare che la normativa potesse essere di 
ostacolo all’applicazione di nuove soluzioni tecnologiche, sia ancora per impedire che 
il continuo progresso tecnologico rendesse presto obsoleta qualsiasi classificazione143.
Dunque  la  definizione  appare  né  bianca  né  nera  visto  che  vuol  volutamente  dare 
rilevanza al procedimento attraverso il quale si giunge a “caricare” le relative somme 
sul  dispositivo  escludendo  qualsiasi  riferimento  agli  aspetti  tecnologici  sottesi  alla 
creazione di moneta elettronica144.
Tali  atti  sembrano  supporre,  dunque,  l'instaurarsi  di  un  rapporto  contrattuale  tra 
l'istituto  emittente  e  l'acquirente  i  cui  connotati  essenziali  la  disciplina  in  esame 
consente sin d'ora di delineare. Si tratta,  in primo luogo, di un contratto tipico che 
realizza la sua funzione attraverso uno scambio di  un certo quantitativo di moneta 
141   Nel  testo  del  Considerando  si  specifica,  con  riferimento  alla  moneta  elettronica  memorizzata  su  
elaboratore, che questa è generalmente destinata “ad effettuare pagamenti elettronici di importo limitato”. In 
proposito, va infatti evidenziato come tale strumento di pagamento sia idoneo ad essere utilizzato nell’ambito di 
transazioni di  importo contenuto,  proprio in considerazione del  fatto che consente pagamenti  altrimenti  non 
possibili con la carta di credito tradizionale.
142   In questo senso si è espresso il Considerando n. 5 della Direttiva 2000/46/CE, laddove si sottolinea come  
“nel contesto più ampio del commercio elettronico, in rapida evoluzione, è auspicabile prevedere un quadro 
giuridico che favorisca lo sviluppo di tutte le potenzialità positive della moneta elettronica e che non ostacoli, in  
particolare, l’innovazione tecnologica. La presente direttiva introduce pertanto un quadro giuridico neutro dal  
punto di vista tecnologico che armonizza la vigilanza prudenziale degli istituti di moneta elettronica nella misura 
necessaria ad assicurarne la sana e prudente operatività e, in particolare, l’integrità finanziaria”.
143   Così European Central Bank (ECB), Report on Electronic Money, cit., Frankfurt, 1998.
144   Cfr. OLIVIERI, Appunti sulla moneta elettronica, in Banca, borsa, tit. di cred., 2001, p. 811.
71 
 legale  o  scritturale145 con  una  quantità  di  moneta  elettronica  esattamente 
corrispondente146. 
In questo senso deve essere letto l'art. 114 quarter, comma 2, t.u.b., a norma del quale 
“Gli istituti di moneta elettronica trasformano immediatamente in moneta elettronica i 
fondi ricevuti dal richiedente”. E ciò in considerazione del fatto che l'art. 11, par. 1, 
della direttiva 2009/110/CE, a differenza di quanto statuito dall'art. 1 della direttiva 
2000/46/CE147, contiene la previsione per cui “Gli Stati membri garantiscono che gli 
emittenti di moneta elettronica emettano moneta elettronica al valore nominale dietro 
ricevimento di fondi”, sì che non è consentito, oggi, prevedere costi di emissione della 
145   Al riguardo, si sottolinea come la moneta elettronica possa essere emessa anche a favore di chi non abbia,  
con l'emittente, rapporti diversi da quello generato dal contratto di emissione di moneta. Varie, peraltro, le carte 
prepagate concepite per consentire alle società di fornirle a proprio dipendenti o collaboratori (e v. la “Carta 
Postpay corporate” emessa da Poste Italiane s.p.a) o ai genitori di fornirle ai propri figli, anche se minorenni (e v. 
la Carta Flash Visa payWave emessa da Carisbo). 
146   Trattasi di dispositivo astrattamente utilizzabile da chiunque sia in possesso del PIN, o della password  
assegnata al detentore (a cui, generalmente, vengono imposti doveri di custodia e, in caso di furto o smarrimento,  
obblighi di denuncia); spesso, tuttavia, i contratti di emissione prevedono che la carta sia personale, incedibile e  
non possa essere trasferita, nemmeno temporaneamente, ad altri ( anche alla luce della necessità, per gli IMEL,  
di ricostruire in ogni momento la posizione del singolo detentore). Sui contenuti del contratto di emissione di  
moneta elettronica, V. VALENTINO, op. cit., p. 132, ove si precisa che  le condizioni contrattuali dovrebbero 
prevedere, fra l'altro, “le caratteristiche tecniche dello strumento” su cui è memorizzata moneta elettronica, “gli 
elementi  che  ne  consentono  l'impiego,  una  descrizione  degli  obblighi  e  delle  responsabilità  del  titolare  e 
dell'emittente, nonché un elenco dettagliato delle tariffe, spese, commissioni ed oneri a carico del titolare (...)”:  
dati che, in effetti, i moduli contrattuali diffusi nella prassi generalmente contemplano. Sempre l'autore sottolinea 
come, nel corso del rapporto, al titolare debba venire concesso “di identificare l'operazione svolta, il suo importo 
e le singole spese connesse;  costantemente il  titolare,  prescindendo dall'uso, deve poter  verificare le  ultime 
operazioni compiute ed il saldo disponibile”.
147   Tale articolo al par. 3, lett. b, definiva la moneta elettronica come “un valore monetario rappresentato dal 
credito  nei  confronti  dell'emittente  che  sia: i) memorizzato  su  un  dispositivo  elettronico;  ii) emesso  dietro 
ricezione di  fondi il  cui  valore non sia inferiore al  valore monetario emesso; iii) accettato come mezzo di 
pagamento da imprese diverse dall'emittente”. Si deduce esplicitamente, dunque, ai sensi di quanto statuito al 
punto  ii)  come la conversione possa anche essere onerosa per l'acquirente, laddove l'intermediario si faccia 
pagare  una  commissione  per  l’operazione  di  conversione  della  moneta  (legale  o  scritturale)  in  moneta 
elettronica.  Ciò  ovviamente  andrebbe  ad  unirsi  al  vantaggio  economico  che  deriva  comunque  all’istituto 
emittente dal fatto di detenere le somme depositate dall’acquirente: vantaggio rappresentato dallo possibilità di  
impiegare tali somme nell’esercizio della propria attività istituzionale. E v. ZENO ZENCOVICH, op. cit., p. 19, 
che – nel citare GAZE' (Nouveaux moyens de paiement: noveaux risques?, in Les cahiers du numerique, n. 1/03 
(La finance èlectronique), p.93 – evidenzia come i costi della moneta elettronica apparissero alti, poco elastici e 
si prestassero ad abusi a danno degli utilizzatori; cfr.,  inoltre, TROIANO O.,  op. cit., p.92, secondo il quale 
l'utilità della moneta elettronica può derivare – oltre che dall'anonimato, che impedisce la creazione di profili 
della clientela in base agli acquisti effettuati” - da costi più contenuti delle tradizionali carte di credito.
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 moneta elettronica148.
Oltre a regolare le modalità d'acquisto della moneta elettronica, il contratto di cui si 
discute  deve  inoltre  disciplinare  inter  partes tempi  e  modalità  di  utilizzo,  nonché 
eventuale rimborso, dello strumento di pagamento in esame149.
Proprio con riferimento ai primi, dalla lettura delle disposizioni150 del t.u.b. si desume 
che l’emittente e l’acquirente debbano decidere di  apporre un termine al  contratto, 
scaduto il quale la moneta elettronica verrà riconvertita nella forma di moneta scelta 
dall’utilizzatore, attraverso un’operazione di segno opposto rispetto al procedimento 
iniziale di conversione in moneta elettronica. In altre parole, si procederà al rimborso 
delle  somme non spese,  che  da  moneta  digitale  passeranno ad  essere  nuovamente 
moneta fisica o scritturale. Rimane fermo, ai sensi dell'art. 114  ter, comma 1. t.u.b., 
l'obbligo  dell'emittente  di  rimborsare  la  moneta  elettronica  in  ogni  momento,  su 
richiesta del detentore, anche prima della scadenza del contratto151.
Peraltro  gli  IMEL152,  “per  la  distribuzione e  il  rimborso  della  moneta  elettronica”, 
148   E, dunque, per un valore pari a quello dei fondi messi a disposizione dell'emittente da parte del richiedente  
di moneta elettronica.
149   Al riguardo, le Istruzioni di Vigilanza (Capitolo I, Sezione III) prevedono che “l’IMEL è tenuto a rendere 
noto ai clienti le condizioni nonché le modalità di utilizzo della moneta elettronica e di individuazione degli  
esercenti presso i quali essa può essere spesa; le condizioni per la richiesta di rimborso, specificando l’eventuale  
limite minimo del rimborso; la possibilità o meno di ottenere il reintegro in caso di smarrimento o furto della 
moneta  elettronica  rappresentata  da  strumenti  anonimi;  il  valore  monetario  iniziale  e,  per  gli  strumenti 
ricaricabili, l’importo massimo delle singole ricariche”.
150   Ai sensi dell'art. 114 ter, comma 2, t.u.b. “Il detentore può chiedere il rimborso: a) prima della scadenza  
del contratto, nella misura richiesta; b) alla scadenza del contratto o successivamente:1) per il valore monetario  
totale  della  moneta  elettronica  detenuta;  2)  nella  misura  richiesta,  se  l’emittente  è  un  istituto  di  moneta  
elettronica autorizzato ai  sensi  dell’articolo 114-quinquies,  comma 4, e  i  fondi di  pertinenza del  medesimo  
detentore  possono  essere  impiegati  per  finalità  diverse  dall’utilizzo  di  moneta  elettronica,  senza  che  sia  
predeterminata  la  quota  utilizzabile  come  moneta  elettronica”.  Inoltre,  il  comma 3  dell'art.  114  ter  t.u.b.  
Stabilisce che “I soggetti, diversi da un consumatore, che accettino in pagamento moneta elettronica possono  
regolare in via contrattuale con l’emittente di moneta elettronica il diritto al rimborso loro spettante nei suoi  
confronti, anche in deroga al comma 2”.
151   Il  rimborso, in tal caso, è possibile anche per una parte soltanto della moneta elettronica detenuta dal  
cliente;  fermo  restando  che,  ove  pure  il  rimborso  fosse  richiesto  per  la  totalità  dell'importo  caricato  sul  
dispositivo, il  rapporto contrattuale – salva diversa volontà delle parti  – rimarrebbe in vita,  sì  che il  cliente 
potrebbe,  in  qualsiasi  momento,  richiedere  il  rilascio  di  una  nuova  moneta  elettronica,  corrispondendo 
all'emittente un pari importo, in contanti o in moneta scritturale.
152   E, pare di comprendere, non anche gli altri emittenti.
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 “possono avvalersi di persone fisiche o giuridiche che agiscano in loro nome”. Tanto è 
stabilito, espressamente, dal citato art. 114 quarter, comma 2, t.u.b153; e in effetti sia la 
lettura delle Disposizioni di Banca Italia, sia l'osservanza della prassi154 confermano la 
presenza,  sul  territorio nazionale,  di  soggetti  deputati  a  emettere  moneta  per  conto 
degli istituti di moneta elettronica.
Quanto  ai  costi  di  rimborso,  gli  stessi  sono  disciplinati  in  conformità  con  quanto 
stabilito dalla direttiva 2009/110/CE, dall'art 126 novies t.u.b., introdotto dal d.lgs. n. 
45/12155.
In proposito, occorre sottolineare come sia la normativa comunitaria che quella italiana 
rimettano  agli  accordi  tra  emittente  e  detentore  la  previsione  dettagliata  delle 
condizioni di rimborso, riservando peraltro a ciascun istituto la possibilità di prevedere 
una soglia minima al di sotto della quale non si può procedere alla riconversione della 
153   E si veda, l'art. 3, parr 4 e 5, della direttiva 2009/110/CE, a norma dei quali “Gli stati membri autorizzano 
gli  istituti  di  moneta  elettronica  a  distribuire  e  rimborsare  moneta  elettronica  attraverso  persone  fisiche  o 
giuridiche che agiscono a loro nome (…)”[par. 4]. “Fatto salvo il par.4, gli istituti di moneta elettronica non 
emettono moneta elettronica tramite agenti (...)” [par. 5].
154   Si vedano, ad esempio, i materiali pubblicitari relativi ai servizi offerti dall'IMEL Imel.eu (www.imel.eu; 
ente aderente al  circuito Mastercard),  ove è contemplata la  figura del  “Punto Operativo Imel.eu”,  avente il 
compito di supportare la clientela privata per l'apertura si rapporti “ContoContanti”, e per effettuare ricariche e  
rimborsi. Si veda, inoltre, il sito di Mobilmat Imel s.p.a (www.mobilmat.it), ove le informazioni e la modulistica 
per divenire “Punti operativi” del predetto IMEL.
155    Articolo 126-novies rubricato “Commissioni applicabili al rimborso della moneta elettronica” dispone: “1. 
Il rimborso della moneta elettronica previsto dall’articolo 114-ter può essere soggetto al pagamento di una  
commissione adeguata e conforme ai costi effettivamente sostenuti dall’emittente, solo se previsto dal contratto  
e in uno dei seguenti casi:
a) il rimborso è chiesto prima della scadenza del contratto;
b) il detentore di moneta elettronica recede dal contratto prima della
sua scadenza;
c) il rimborso è chiesto più di un anno dopo la data di scadenza del
contratto.
2. I soggetti, diversi da un consumatore, che accettino in pagamento moneta elettronica possono regolare in via  
contrattuale con l’emittente di moneta elettronica le condizioni del rimborso loro spettante nei suoi confronti,  
anche in deroga al comma 1.
3. L’emittente di moneta elettronica fornisce al detentore, prima che egli sia vincolato da un contratto o da  
un’offerta, le informazioni relative alle modalità e alle condizioni del rimborso, secondo quanto stabilito dalla  
Banca d’Italia.
4.  Il  contratto  tra  l’emittente  e  il  detentore  di  moneta  elettronica  indica  chiaramente  ed  esplicitamente  le  
modalità e le condizioni del rimborso”.
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 moneta  elettronica156.  Nella  normativa  italiana,  tale  soglia  è  stata  individuata 
nell’importo di minimo di € 5157.
Alla luce di quanto precede s'intuisce quale sia, nell'economia del contratto di cui si 
discute,  il  contenuto  e  la  funzione  da  attribuire  al  diritto  di  credito  che  il  cliente 
acquista nei confronti dell'emittente in cambio delle somme da quest'ultimo convertite 
in moneta elettronica.
Se tale credito è da ritenersi, infatti, certamente trasferibile da parte dell'acquirente, il 
quale  ne  potrà  disporre  per  effettuare  pagamenti  nei  confronti  degli  esercizi 
convenzionati che accettino tale tipo di moneta, sembra tuttavia da escludere che tale 
disponibilità  debba  necessariamente  trovare  la  sua  fonte  e  la  sua  disciplina  in  un 
rapporto di deposito in conto corrente analogo a quello che governa i rapporti tra banca 
e cliente158. 
Al contrario, sia la direttiva sia, ancor più chiaramente, il provvedimento che ad essa 
ha dato attuazione nel nostro ordinamento indicano che la rimborsabilità prevista dal 
contratto in esame non comporta necessariamente un'assimilazione tra i fondi ricevuti 
in cambio di moneta elettronica ed i depositi bancari159.
A ciò si aggiunga che la (ri)conversione di uno strumento di moneta elettronica in 
moneta legale o bancaria costituisce un evento meramente eventuale che in teoria, ma 
156   Art. 3 della direttiva 2000/46/CE ed art. 114-bis, terzo comma, T.U.B. (Sezione III, Capitolo I).
157   Cfr. Istruzioni di Vigilanza, Capitolo I,  Sezione III, nella parte dedicata alle Disposizioni generali, nel  
punto in cui  si  dispone che “il  rimborso deve essere effettuato al  valore nominale in moneta legale ovvero 
mediante versamento su un conto bancario, senza applicazione di ulteriori oneri e spese, fatta eccezione per 
quelli  strettamente  necessari  per  l’effettuazione  dell’operazione.  L’IMEL può  prevedere  che  siano  esclusi 
rimborsi per importi inferiori a 5 euro”.
158   Cfr., sul punto, V. TROIANO,La moneta elettronica come servizio di pagamento, in La moneta elettronica:  
profili giuridici e problematiche applicative, (a cura di) Sica – Stanzione - Zeno Zencovich, Milano, 2006 , p. 24.
159   Cfr., in tal senso, il Considerando n. 8 ed il nuovo testo dell'art. 11, comma 2-bis, T.U.B., ai sensi del quale 
“non costituisce raccolta del risparmio tra il pubblico la ricezione di fondi connessa all'emissione di moneta 
elettronica”. In senso analogo, V. TROIANO, op. cit., p. 24, il quale osserva in proposito come “la ricezione di 
fondi  da  parte  dell'emittente  non configura  una  forma  di  raccolta  di  risparmio  se  l'intermediario  provvede 
immediatamente a “caricare” il corrispondente quantitativo di moneta nel dispositivo elettronico del richiedente 
l'emissione”; mentre, al contrario, “costituisce raccolta rilevante quella massa di fondi percepiti dall'emittente e 
non scambiata immediatamente in moneta elettronica,  bensì conservata,  anche per un breve lasso di tempo,  
presso l'intermediario, sotto forma di un saldo a credito in un conto intestato al depositante”.
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 anche in pratica, potrebbe anche non verificarsi, in tutto o in parte, laddove l'importo 
da rimborsare risulti inferiore a quello stabilito dalle parti, ovvero l'interessato lasci 
decorrere i termini a tal fine previsti dal contratto.
Le considerazioni che precedono inducono pertanto a ritenere che la funzione svolta, 
nella specie, dalla situazione giuridica di cui si discute non sia quella di far coincidere 
il pagamento con la riscossione del credito, bensì quella di “garantire la fiducia del 
detentore” - come recita il Considerando 8 della direttiva in esame – assicurandogli la 
possibilità di convertire in ogni momento quel valore in un corrispondente ammontare 
di moneta legale o scritturale. Una funzione molto simile, dunque, a quella svolta in 
passato,  con riferimento al  biglietto  di  banca,  dall'obbligo di  conversione gravante 
sugli Istituti che erano autorizzati ad emetterlo.
 
 
3.4 - Responsabilità derivanti dalla circolazione della moneta elettronica 
Oltre  a regolare i  profili  sopra descritti,  il  contratto tra emittente  e titolare di  uno 
strumento di moneta elettronica deve anche indicare i criteri base ai quali ripartire i 
rischi e le responsabilità derivanti dall'utilizzo di tale strumento. 
La  Direttiva  comunitaria  2000/46/CE non fornisce,  a  questo  proposito,  indicazioni 
utili, mentre il tema di cui si discute viene diffusamente trattato nella più volte citata 
Raccomandazione n.  489 della Commissione del  1997160 sulle  operazioni effettuate 
mediante  strumenti  elettronici  di  pagamento.  In  questo  documento  si  ricava 
esplicitamente che è riservata alla volontà delle parti contraenti anche la disciplina in 
merito alla ripartizione dei rischi ed al conseguente regime di responsabilità derivante 
dalla circolazione della moneta elettronica, il cui assetto effettivo sarà influenzato dalle 
modalità  con  le  quali  tali  spunti  saranno  recepiti  nei  diversi  Stati  membri  ed 
160   RACCOMANDAZIONE DELLA COMMISSIONE CEE n. 489 del 30 luglio 1997 relativa alle operazioni  
mediante strumenti di pagamento elettronici, pubblicata in G.U.C.E. del 2 agosto 1997, n. L 208/52.
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 eventualmente trasfusi all’interno delle pattuizioni negoziali tra emittenti ed utenti161.
Ed invero, a seguito della sempre crescente diffusione delle nuove tipologie di mezzi 
di  pagamento  “alternativi”  alla  moneta  legale,  si  sono  avvertite  con  maggiore 
prepotenza le esigenze di regolamentazione di tale fenomeno, finalizzate soprattutto a 
garantire  l’efficiente  funzionamento  dei  circuiti  di  pagamento,  nonché  a  prevenire 
l’utilizzo illecito di tali strumenti, eventi questi che possono portare a effetti negativi 
come la sfiducia del pubblico o l'impedimento della diffusione dei nuovi strumenti 162.
I  principali  aspetti  di  rilievo  in  questa  sede  sono  pertanto  da  ricondurre 
all’individuazione delle categorie di rischio cui vanno incontro l’emittente ed il titolare 
dello strumento, sia nella fase di emissione che in sede di circolazione dello stesso, 
nonchè  alla  disciplina  dei  corrispondenti  profili  di  responsabilità  in  cui  gli  stessi 
incorrono. Si tratta principalmente delle ipotesi di utilizzo della moneta elettronica da 
parte di soggetti non autorizzati, della possibilità che la stessa venga duplicata o creata 
abusivamente e di tutti gli altri rischi derivanti dal cattivo funzionamento del sistema. 
A livello comunitario, un sistema di norme volte a regolare la materia è contenuto, 
come si è detto, nella Raccomandazione 97/489/CE163.
In  proposito,  mette  conto  però  osservare  che  tali  previsioni  si  riferiscono 
161   L’art.  3,  terzo comma,  dispone quanto  segue:  “le  condizioni  comprendono:  a)  una descrizione dello  
strumento  di  pagamento  elettronico,  comprese,  se  del  caso,  le  caratteristiche  tecniche  delle  attrezzature  di  
comunicazione  il  cui  impiego  è  autorizzato  dal  titolare,  nonché  le  modalità  di  tale  impiego,  compresi  gli  
eventuali limiti finanziari applicati; b) una descrizione degli obblighi e delle responsabilità rispettivi del titolare  
e dell’emittente comprese le ragionevoli precauzioni che il titolare deve prendere per tenere al sicuro sia lo  
strumento di pagamento elettronico, sia gli elementi (come un numero d’identificazione personale o un altro  
codice) che ne consentano l’impiego (…)”.
162   Proprio per evitare questi effetti  negativi la Commissione del Consiglio della Comunità europea nella 
comunicazione  353/97,  nel  tentativo  di  individuare  le  macroaree  di  intervento  nel  settore  dei  pagamenti 
informatici, ha posto tra gli obiettivi principali quello ”di promuovere la fiducia dei consumatori”. In tal senso, v. 
F. BUFFA, Moneta digitale e tutele, in Commercio elettronico e tutela del consumatore a cura di G. CASSANO, 
Milano, 2003, p. 147 ss.
163   In proposito, l’art. 1, par. 2 della Raccomandazione dispone che “in deroga al par. 1, alle operazioni  
eseguite mediante strumenti di moneta elettronica non si applicano le disposizioni seguenti: l’art. 4, par. 1, l’art.  
5, lett. b), secondo e terzo trattino; l’art. 6, l’art. 7, par. 2, lett. c), l’art. 7, par. 2, lett. d), l’art. 7, par. 2, lett. e),  
primo trattino; l’art. 8, parr. 1, 2 e 3 e l’art. 9, par. 2. Ciononostante, qualora lo strumento di moneta elettronica  
sia utilizzato al fine del caricamento e scaricamento di valore mediante accesso a distanza sul conto del titolare,  
la presente Raccomandazione si applica interamente”.
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 prevalentemente agli strumenti con accesso a distanza e che soltanto in via residuale 
provvedono a disciplinare  gli  strumenti  di  moneta elettronica.  Si  ritiene comunque 
opportuno dar conto di entrambe le normative, evidenziandone le differenze sul piano 
dell’allocazione  dei  rischi  e  delle  conseguenti  regole  in  tema di  responsabilità  dei 
soggetti coinvolti. 
In  particolare,  con  riferimento  esclusivo  all’emissione  di  strumenti  con  accesso  a 
distanza,  gli  artt.  5,  6,  7,  8  del  documento  disciplinano  il  contenuto  minimo  del 
contratto  e,  con  riguardo  agli  obblighi  posti  in  capo  sia  al  soggetto  titolare  dello 
strumento di  pagamento sia  all’emittente,  ne  stabiliscono le  relative  responsabilità, 
secondo un sistema di ripartizione del rischio fondato sull’assunto che questo debba 
gravare sulla parte “che si trovi nella miglior condizione per prevenirlo o attenuarne le 
eventuali conseguenze”164. 
Pertanto, all’attribuzione del rischio oggettivo derivante dallo svolgimento dell’attività 
d’impresa  in  capo all’emittente  fa  da  contraltare  un sistema di  regole  che tende a 
“responsabilizzare”  il  titolare,  obbligato  ad  adottare  misure  idonee  ad  evitare  un 
utilizzo fraudolento o comunque illecito del mezzo e tenuto, qualora ciò si verificasse, 
a cercare di limitarne i danni. 
In proposito, l’art.  5165,  rubricato “Obbligazioni del titolare”, disciplina gli obblighi 
164   Lo evidenzia anche R. D'Orazio, Il regolamento degli acquisti nel commercio elettronico, in Il contratto  
telematico a cura di V. Ricciuto e N. Zorzi, in Tratt. Dir. Comm. E dir. Pubb. ec., Padova, 2002, p. 269.
165   La raccomandazione della Commissione del 30 luglio 1997 relativa alle operazioni mediante strumenti di  
pagamento elettronici, con particolare riferimento alle relazioni tra gli emittenti ed i titolari di tali strumenti  
all'art. 5 rubricato “Obblighi del titolare” dispone: “Il titolare ha gli obblighi seguenti:
a) impiega lo strumento di pagamento elettronico in conformità delle condizioni che disciplinano l'emissione e  
l'uso di tale strumento; in particolare, prende tutte le ragionevoli precauzioni utili al fine di tenere al sicuro lo  
strumento e gli elementi (come il numero di identificazione personale o un altro codice) che ne consentono  
l'impiego;
b) notifica all'emittente o all'ente precisato da quest'ultimo, immediatamente dopo esserne venuto a conoscenza,  
quanto segue:
- la perdita o il furto dello strumento di pagamento elettronico o degli elementi che ne consentono l'impiego;
- la registrazione sul suo conto di un'operazione non autorizzata;
- un errore o qualsiasi altra irregolarità nella gestione del conto da parte dell'emittente;
c) non trascrive il  proprio codice d'identificazione personale od ogni altro codice in una forma facilmente  
riconoscibile, in particolare sullo strumento di pagamento elettronico o su ogni altro oggetto che abitualmente  
conserva o porta con tale strumento;
d) ad eccezione degli ordini per il quale l'ammontare dell'operazione non era noto al momento del conferimento,  
non può revocare un ordine dato per mezzo del proprio strumento di pagamento elettronico.”.
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 gravanti in capo a quest’ultimo, prevedendo che egli debba utilizzare tale strumento 
conformemente alle condizioni che ne regolano l’emissione e l’uso, avendo cura di 
custodire sia il supporto sul quale l’importo monetario è stato caricato, sia il proprio 
codice di accesso personale (PIN), nonché adottando tutte le misure precauzionali del 
caso volte ad evitare un utilizzo improprio del mezzo di pagamento. Sul titolare grava 
poi  l’ulteriore  obbligo  di  notificare  senza  indugio  all’emittente  di  essere  venuto  a 
conoscenza del verificarsi di determinate situazioni quali: la perdita o il furto dello 
strumento di  pagamento o di  altri  elementi  che ne rendono possibile l’impiego;  la 
registrazione sul proprio conto di un’operazione non autorizzata; qualsiasi altro errore 
o irregolarità commesso dall’emittente nella tenuta e gestione del conto. 
In particolare, l’art. 5, lett. d) disciplina l’irrevocabilità degli ordini di pagamento del 
titolare,  prevedendo  che,  in  linea  generale,  questi  non  possa  revocare  l’ordine 
impartito,  a  meno  che  -  e  questa  è  l’unica  eccezione-  non  fosse  a  conoscenza 
dell’esatto importo nel momento in cui ha effettuato l’acquisto. Come si vede, si tratta 
di  una  previsione  la  cui  funzione  precipua  può  essere  ravvisata  nella  volontà  di 
infondere sicurezza nel pubblico e fiducia nei confronti di queste nuove tipologie di 
strumenti di pagamento e per fare ciò si interviene rendendo irrevocabile l’ordine nel 
momento stesso in cui viene trasmesso. 
L’art.  6166 della  Raccomandazione  n.  489/97,  dettato  in  tema  di  responsabilità  del 
titolare,  contempla  alcune  ipotesi  di  limitazione  di  responsabilità  in  caso  di  uso 
illegittimo dello strumento dovuto a furto o smarrimento, eccezion fatta per quei casi 
in cui il titolare versi in una situazione di dolo o colpa grave. Si delinea così un sistema 
166   L'art. 6 rubricato “Responsabilità del titolare” dispone: “1. Fino al momento della notificazione, il titolare  
sostiene la perdita subita in conseguenza dello smarrimento o del furto dello strumento di pagamento elettronico  
nei limiti di un massimale non superiore ai 150 ECU. Detto massimale non si applica ove il titolare abbia agito  
con colpa grave, in violazione dell'articolo 5, lettere a), b) e c), oppure in maniera fraudolenta.
2. Salvo il caso in cui abbia agito in maniera fraudolenta, il titolare non è responsabile delle perdite derivanti  
dallo smarrimento o dal furto dello strumento elettronico di pagamento, dopo aver eseguito la notificazione in  
conformità dell'articolo 5, lettera b).
3. In deroga ai paragrafi 1 e 2, l'uso dello strumento di pagamento senza che sia richiesta la presentazione o  
l'identificazione elettronica dello strumento esclude la responsabilità del titolare. Il solo impiego di un codice  
riservato o di altra analoga prova d'identità esclude altresì la responsabilità del titolare.”.
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 sicuro,  basato  su  criteri  di  imputazione  del  tutto  oggettivi,  in  cui  l’aspetto  più 
innovativo  è  rappresentato  dal  temperamento  della  responsabilità  del  titolare  del 
mezzo di pagamento in funzione riequilibratrice degli assetti contrattuali, laddove si 
consideri invece la sottoposizione di quest’ultimo ad un regime particolarmente rigido 
sul piano della responsabilità. 
Ed infatti, viene rimessa al potere delle parti la possibilità di stabilire la responsabilità 
del titolare - che non abbia agito con colpa grave o intenti fraudolenti - per il danno 
subito a causa della perdita o del furto dello strumento di pagamento elettronico fino 
ad un massimo di 150 ECU e prima della notifica all’istituto emittente. Effettuata tale 
notifica, infatti, ogni ulteriore perdita subita dal titolare graverà sull’emittente (art. 6, 
par.1 e 2). 
In  questo modo viene  predisposto un sistema di  allocazione  dei  rischi  tra  le  parti 
secondo il quale al titolare verranno addebitati i trasferimenti di fondi non autorizzati 
effettuati  anteriormente  alla  notifica  all’istituto  emittente,  mentre  quelli  successivi 
ricadranno nella sfera di responsabilità dell’emittente il quale, pertanto, si troverà a 
dover  sopportare  ogni  conseguenza  derivante  dall’utilizzo  abusivo  del  mezzo  di 
pagamento. 
Si ritiene dunque che debba esistere una certa proporzione tra tempestività del titolare 
nel provvedere alla dichiarazione dell’avvenuto smarrimento della carta o del codice 
PIN (codice di identificazione) ed ammontare massimo dei danni dallo stesso patiti167. 
Tutto  ciò  perfettamente  in  linea  con  quanto  fin  qui  esposto  con  riguardo 
all’attribuzione  dei  rischi  in  capo  al  soggetto  che  sia  maggiormente  in  grado  di 
prevenirli, se non anche eliminarli. 
Si prevede inoltre, al paragrafo 3, un particolare regime probatorio, laddove “l’uso 
dello  strumento  di  pagamento  senza  che  sia  richiesta  la  presentazione  o  
l’identificazione elettronica dello strumento esclude la responsabilità del titolare. Il  
167   Sul punto v. D’ORAZIO, Aspetti evolutivi della disciplina CEE delle carte di pagamento, in Dir. Inf., 1989, 
p. 772. 
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 solo impiego di un codice riservato o di altra prova analoga d’identità esclude altresì  
la responsabilità del titolare”.  Ancora più chiaramente l’art.  7168,  par.  2,  speculare 
all’art. 5 dettato in tema di obbligazioni del titolare, scolpisce la ripartizione dell'onere 
probatorio con una  dettagliata indicazione degli obblighi gravanti sull’emittente, fra i 
quali spiccano l’obbligo di comunicare il numero di identificazione personale (PIN) 
esclusivamente al titolare dello strumento, l’obbligo di non inviare uno strumento non 
richiesto, a meno che non si tratti di sostituirne uno già in possesso del titolare e, da  
ultimo,  l’obbligo  di  tenuta  accurata  della  contabilità  interna  per  un  periodo 
sufficientemente lungo, tale da consentire di rilevare tempestivamente eventuali errori 
od irregolarità nelle operazioni di cui all’art. 1 par. 1, ossia in tutte quelle operazioni 
che  rientrano  nel  campo  di  applicazione  della  presente  Raccomandazione  e  che 
costituiscono l’essenza della disciplina in esame. Si precisa inoltre,  alla lett.  d) del 
suddetto paragrafo, che l’emittente deve predisporre mezzi adeguati affinché il titolare 
possa  effettuare  la  notifica  in  caso  di  utilizzo  improprio  dello  strumento,  sia  esso 
causato da furto o smarrimento dello stesso e si prosegue, alla lett. e), stabilendo in 
capo all’emittente l’onere della prova relativo alle operazioni di cui all’art. 1 par. 1 e 
vertente sui seguenti fatti: a) che l’operazione sia stata registrata e contabilizzata in 
168   Art. 7 rubricato “Obblighi dell'emittente” dispone: “1. L'emittente può modificare le condizioni applicate,  
purché il  titolare disponga individualmente di un preavviso sufficiente per poter risolvere il  contratto se lo  
desidera. Viene indicato un termine non inferiore ad un mese, trascorso il quale si presume che il titolare abbia  
accettato le nuove condizioni se non ha previamente risolto il contratto.Ogni eventuale variazione significativa  
del tasso d'interesse effettivo non è soggetta, tuttavia, alle disposizioni di cui al primo comma ed ha effetto alla  
data precisata nella pubblicazione di tale variazione. In tal caso, e salvo il diritto del titolare di risolvere il  
contratto, l'emittente ne informa individualmente il titolare non appena possibile.
2. L'emittente ha le seguenti obbligazioni:
a) comunica il numero d'identificazione personale o altro codice del titolare solo a quest'ultimo;
b) non invia uno strumento di pagamento elettronico non richiesto, salvo in sostituzione di uno strumento già in  
possesso del titolare;
c) tiene una contabilità interna per un periodo di tempo sufficiente affinché le operazioni di cui all'articolo 1,  
paragrafo 1 possano essere individuate e gli errori possano essere corretti;
d)  si  assicura  che  mezzi  adeguati  siano  messi  a  disposizione  del  titolare  ai  fini  della  notificazione  di  cui  
all'articolo 5, lettera b). Qualora la notificazione venga eseguita mediante chiamata telefonica, l'emittente o  
l'ente precisato da quest'ultimo fornisce al titolare gli estremi probanti l'avvenuta notificazione;
e) in ogni controversia con il  titolare in relazione a un'operazione di  cui  all'articolo 1,  paragrafo 1,  salve  
eventuali prove contrarie addotte dal titolare, prova che l'operazione in causa:
- è stata correttamente registrata e contabilizzata;
- non è incorsa in alcun guasto tecnico o altro inconveniente”.
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 maniera corretta; b) che durante lo svolgimento della stessa non si sia verificato alcun 
problema tecnico o guasto. 
In particolare, l’utente potrà richiedere ed ottenere dall’istituto emittente una ricevuta 
per  ciascuna  operazione  compiuta  e,  nel  caso  in  cui  i  pagamenti  siano  effettuati 
attraverso  POS,  lo  scontrino  rilasciato  dal  venditore  si  ritiene  sufficiente  a 
documentare  l’avvenuta  transazione.  Come  si  nota,  sotto  questo  punto  di  vista  il 
problema fondamentale risulta essere quello di un sistema nel quale viene riconosciuto 
valore  di  prova all’annotazione contabile  effettuata  sul  “giornale  di  fondo”,  che si 
accompagna  al  contestuale  rilascio  di  un  ticket (scontrino)  da  parte 
dell’apparecchiatura installata presso il venditore o, in generale, da un cash dispenser, 
quale, ad esempio, lo sportello ATM, gestito e controllato dallo stesso emittente, con la 
conseguenza che l’onere della prova incombe sul medesimo soggetto (emittente) che 
provvede  ad  entrambe  le  operazioni  (registrazione  contabile  ed  emissione  della 
ricevuta dell’avvenuto pagamento)169.
L’unica  disposizione  che  la  Raccomandazione  dedica  agli  strumenti  di  moneta 
elettronica  è  contenuta  nell’art.  8170,  par.  4,  laddove  si  prevede  che  “l’emittente  è 
responsabile nei confronti del titolare di uno strumento di moneta elettronica per la  
169   V. ancora D’ORAZIO, Aspetti evolutivi della disciplina CEE delle carte di pagamento, cit., p. 775.
170  L'art.  8  intitolato “Responsabilità dell'emittente” dispone:  “1.  Salvo il  disposto degli  articoli  5 e  6,  e  
dell'articolo 7,  paragrafo 2,  lettere a)  ed e),  l'emittente  è  responsabile  di  quanto segue:  a)  inesecuzione o  
esecuzione  inesatta  delle  operazioni  di  cui  all'articolo  1,  paragrafo  1,  iniziate  dal  titolare  anche  con  
attrezzature/terminali  o  mediante  apparecchiature  che  non  sono  sotto  il  controllo  diretto  o  esclusivo  
dell'emittente,  purché  tali  operazioni  non  siano  state  iniziate  con  attrezzature/terminali  o  mediante  
apparecchiature il cui impiego non è stato autorizzato dall'emittente; b) operazioni non autorizzate dal titolare,  
nonché ogni altro errore o irregolarità imputabile all'emittente nella gestione del conto del titolare.
2. Salvo il disposto del paragrafo 3, l'emittente è responsabile a norma del paragrafo 1 per gli importi seguenti:
a) l'importo dell'operazione non eseguita o eseguita in modo inesatto, maggiorato eventualmente degli interessi;
b)  la  somma  necessaria  al  fine  di  ripristinare  il  titolare  nella  situazione  in  cui  si  trovava  prima  dello  
svolgimento dell'operazione non autorizzata. 3. Qualsiasi altra conseguenza finanziaria, in particolare quelle  
concernenti l'entità del danno da risarcire, è a carico dell'emittente secondo il diritto applicabile al contratto  
concluso tra l'emittente e il titolare. 4. L'emittente è responsabile nei confronti del titolare di uno strumento di  
moneta elettronica per la perdita dell'ammontare dei fondi caricati su detto strumento nonché per l'esecuzione  
inesatta delle operazioni del titolare, ove la perdita o l'esecuzione inesatta siano imputabili ad un guasto dello  
strumento  stesso,  del  terminale/attrezzatura  o  di  qualsiasi  altra  apparecchiatura  utilizzata  per  eseguire  
un'operazione, purché detto guasto non sia provocato dal titolare volontariamente o in violazione dell'articolo 3,  
paragrafo 3, lettera a).”.
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 perdita dell’ammontare dei fondi caricati su detto strumento nonché per l’esecuzione 
inesatta  delle  operazioni  del  titolare,  ove  la  perdita  o  l’esecuzione  inesatta  siano  
imputabili  ad  un guasto dello  strumento  stesso,  del  terminale  o  di  qualsiasi  altra  
apparecchiatura utilizzata per eseguire un’operazione, purchè detto guasto non sia  
stato provocato dal titolare volontariamente o in violazione dell’art. 3, par. 3, lett. a)”. 
Per contro, qualora si tratti di strumenti con accesso a distanza, il par. 1 del medesimo 
articolo  dispone  che  l’istituto  emittente  risponderà  sia  per  la  mancata  o  l’inesatta 
esecuzione dell’operazione, sia, soprattutto, in tutti quei casi in cui siano state poste in 
essere operazioni non autorizzate dal titolare dello strumento o si siano verificati errori 
o irregolarità imputabili all’emittente nella gestione del conto corrente del titolare. 
Come è evidente, tale disciplina tiene conto delle differenze esistenti, sotto il profilo 
delle  conseguenze derivanti  dallo  smarrimento o,  più in  generale,  da  qualsiasi  uso 
illegittimo, tra le diverse tipologie di strumenti di pagamento elettronici. Ed invero, ciò 
si spiega in ragione dei maggiori rischi cui sono esposti i titolari di uno strumento con 
accesso a distanza, ove si consideri che quest’ultimo ha un collegamento diretto con il 
conto  corrente  del  titolare,  mentre  gli  strumenti  di  moneta  elettronica,  in  quanto 
strumenti  prepagati,  espongono  il  detentore  a  rischi  decisamente  minori.  Di 
conseguenza, le regole dettate per questi ultimi, tenuto conto di questa differenza di 
fondo, prevedono che i rischi a carico dell’emittente siano soltanto quelli dipendenti da 
un  guasto  dello  strumento  stesso,  del  terminale/attrezzatura  o  di  qualsiasi  altra 
apparecchiatura  utilizzata  per  eseguire  un'operazione,  purchè  detto  guasto  non  sia 
provocato  dal  titolare  volontariamente  o  per  un  uso  non  conforme  alle  modalità 
d'impiego171.  Pertanto  l’utente  sopporta  i  rischi  non  strettamente  legati  al 
171   La norma può, indubbiamente, essere sufficiente a considerare che, nelle forme di utilizzazione di semplici 
files sull'hard disk del  titolare,  qualsiasi  intervento di  terzi,  reso possibile  nonostante la diligenza dovuta al  
consumatore, potrebbe essere considerato come un “malfunzionamento del sistema”, perchè la sicurezza tecnica 
da “attacchi  esterni” dovrebbe permanere a carico di  colui  che offre il  servizio.  Ciononostante tutti  i  rischi 
connessi alla perdita, sottrazione o smarrimento della smart card sembrerebbero essere a carico del consumatore, 
senza che sia possibile ricorrere al sistema della notifica che possa bloccare l'utilizzo della carte, nonostante che  
lo  strumento consenta di  verificare le operazioni  compiute dopo l'evento che ha sottratto  la  disponibilità  al  
titolare (art. 1 n. 2 della Raccomandazione 489/97 sembrerebbe escludere tale possibilità poiché prevede la non 
applicabilità  di  tali  presidi  alla  moneta  elettronica).  Così  D.VALENTINO,  Moneta  elettronica  e  tutela  del  
consumatore, in Il diritto dell'informazione e dell'informatica, Vol. 1, 2004, p. 49-63. 
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 comportamento  dell’emittente,  in  maniera  non  dissimile  da  quanto  accade  nei 
pagamenti con denaro contante172.
Questa la disciplina a livello comunitario. Per quanto riguarda invece il nostro Paese, 
mette conto segnalare l’assenza di qualsiasi indicazione normativa sul punto. Allo stato 
attuale,  dunque,  ferma  restando  l’affermata  possibilità,  riconosciuta  alle  parti  del 
contratto  di  emissione,  di  regolare  gli  aspetti  relativi  alla  ripartizione  dei  rischi, 
inserendo apposite  clausole  o  rinviando a  disposizioni  comunitarie  in  materia,  per 
colmare  tali  lacune  si  dovrà  far  riferimento  ai  principi  generali  in  tema  di 
responsabilità professionale. Pertanto, i rischi derivanti dalla circolazione della moneta 
elettronica,  legati  principalmente  ad  un  utilizzo  improprio  dello  strumento,  alla 
possibilità  della  sua  duplicazione  abusiva173,  nonché  imputabili  al  cattivo 
funzionamento del sistema174, al di fuori dei casi di comportamento doloso o colposo 
dell’utente,  ricadranno,  in  linea  di  principio,  in  coerenza  con  le  regole  generali, 
sull’istituto  emittente,  il  quale  sarà  chiamato  a  sopportare  tutti  i  rischi  derivanti 
dall’esercizio della propria attività professionale, in maniera non dissimile da qualsiasi 
altro soggetto che eserciti un’attività d’impresa.
172   In  questo senso si è espresso OLIVIERI,  Compensazione e circolazione della moneta nei   sistemi di  
pagamento, Milano, 2002, p. 269.
 
173   In proposito, per ovviare al problema, normalmente alla moneta elettronica emessa viene assegnato un  
numero di serie, con contestuale apposizione della propria firma digitale da parte dell’istituto emittente. A questo 
punto, la moneta è trasmessa al creditore, il quale può verificare se questa è spendibile interrogando l’emittente,  
che procede ad effettuare le verifiche necessarie proprio attraverso il numero di serie registrato,tutelandosi in  
questo modo da eventuali comportamenti fraudolenti da parte del cliente. Sul punto cfr. PACILEO, L’attuazione  
in Italia delle direttive comunitarie in materia di e-money, cit.,p. 212.
174    Si veda sul punto l’opinione di chi sottolinea come di regola i costi di assunzione dei rischi che potremmo 
definire  tecnici  siano  riversati  inesorabilmente  sugli  utenti.  Un  esempio  per  tutti,  il  costo  relativo  alla 
sostituzione  delle  carte  smagnetizzate,  fenomeno  questo  altamente  frequente  e  quasi  mai  realisticamente 
imputabile al possessore ma che, di fatto, viene fatto ricadere sullo stesso. In questo senso v. VALENTINO, 
Moneta elettronica e tutela del consumatore, cit., p. 136. 
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 3.5 – La moneta elettronica e la tutela del  consumatore
Dopo  aver  osservato  quel  delicato  equilibrio  di  ripartizione  dei  rischi  e  delle 
responsabilità tra fornitore e consumatore, o meglio tra consumatore, emittente dello 
strumento di  pagamento e il  fornitore  di  bene e aver preso coscienza del  rapporto 
triangolare reciproco tra moneta elettronica, e-commerce e tecnologia, l'esamina della 
tutela del consumatore è il passo naturale conseguente.
Le potenzialità di “ingerenze esterne” è insita nella stessa architettura di Internet ed il 
consumatore non ha alcuno strumento per impedire, limitare o ricostruire ogni abuso 
che  può  subire  quando  immette  nel  circuito  i  dati  relativi  al  suo  strumento  di 
pagamento elettronico. I criteri, però, della ripartizione del rischio di danno e della sua 
allocazione  non  si  possono  non  fondare  sul  principio  che  i  relativi  costi  devono 
gravare sulla parte “che si trovi nella migliore condizione per rimuoverli”175.
Bisogna però fare una premessa.  La caratteristica comune ad entrambi un supporti 
tecnici  menzionati,  ossia  smart card e  software money,  è che non danno accesso a 
distanza a valori monetari che il titolare detiene o ha depositato presso un ente. Di qui 
la necessità di chiarire cosa sia la c.d. moneta elettronica: il tentativo di qualificazione 
dovrebbe essere influenzato dall'obiettivo “ideologico” di individuare le soluzioni che 
attuino una maggiore tutela del  consumatore176.  Non si  può dimenticare che questi 
strumenti si inseriscono in contesti contrattuali ove la sua posizione è fortemente e 
significativamente  squilibrata  e  ogni  sua  interpretazione  non  può  favorire  un 
aggravamento  della  sua  posizione.  La  sua  situazione  in  relazione  alla  tutela  del 
consumatore  è  particolarmente  complessa,  poiché  dalla  fase  di  esborso  anticipato 
175   V. R. D'ORAZIO, Il regolamento degli acquisti nel commercio elettronico, in Il contratto telematico a cura 
di V.RICCIUTO e N.ZORZI in Tratt. Dir. comm. E dir. pubb. ec.,diretto da F. GALGANO, Padova, 2002, p. 261.
176   Sulla posizione del consumatore nell'e-commerce v., tra gli altri G.SCORZA, Il consumatore telematico, in 
Commercio e tutela del consumatore,  (a cura di CASSAMO), Giuffrè, Milano, 2003, pp. 19 ss;  S.SICA,  Il  
contratto nella “rete”, in G.COMMANDE'-SICA, Il commercio elettronico. Profili giuridici, Torino, 2001, pp. 
44 ss; ed in una prospettiva comparativa M.P.PEREIRA, La tutela del navigatore in internet: profili di diritto  
comunitario e comparato, in A.PALAZZO-U.RUFFOLO, La tutela del navigatore in internet, Giuffrè, Milano, 
2002.
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 rispetto alla consegna del bene o del servizio acquistati senza alcuna visione diretta, 
passiamo  ad  un  esborso  anticipato  rispetto  anche  alle  potenziali  negoziazione;  ne 
consegue che a fronte di un servizio il consumatore è costretto a immobilizzare risorse 
finanziarie  che  possono  anche  non  essere  così  modeste  e  insignificanti  (in  alcuni 
circuiti si arriva fino a 2600 euro)177.
Questo preambolo è confortato dalla consapevolezza che un efficace sistema di tutela, 
ben  rappresentato  al  suo  destinatario,  implementa  il  ricorso  a  nuovi  strumenti  di 
pagamento come la moneta elettronica e al mercato on-line anche se può far lievitare i 
costi delle imprese che vi operano (fornitrici o emittenti di strumenti elettronici), le 
quali non faranno altro che trasferire i costi dello spostamento del maggior rischio a 
loro carico sullo stesso consumatore178. 
E la tutela del consumatore è esattamente il risultato finale cui si dovrebbe mirare, 
poiché  la  diversa  allocazione  del  rischio,  connesso  a  questi  strumenti,  consente  il 
ricorso a sistemi assicurativi che il singolo consumatore non potrebbe mai affrontare179.
Già  a  partire  dal  1997  la  Commissione  europea  ha  voluto  definire  un  quadro 
regolamentare certo che potesse garantire condizioni di trasparenza nell’utilizzo dei 
vari strumenti di pagamento elettronici che si stavano diffondendo nella comunità.
Al riguardo, la raccomandazione 97/489/CE180 relativa ai diversi mezzi di pagamento 
elettronico, precisava che in tale categoria sono ricompresi “gli strumenti di moneta  
elettronica ricaricabili aventi forma di carte con valore immagazzinato e di memorie  
177   È un aspetto raramente valutato nella sua portata effettiva, poiché, di norma, si enfatizza l'effetto della  
limitazione del rischio all'ammontare prestabilito e “prepagato”. “Non vi sono rischi che per l'entità contenuta e  
fissata ex ante il detentore non possa sopportare integralmente”., R.D'ORAZIO, Il regolamento degli acquisti nel  
commercio elettronico, cit., p. 264. 
178   Le frontiere tecnologiche offriranno sistemi sempre più difficili di violare e quindi sempre più sicuri, ma i  
costi relativi alla ricerca su tali tematiche e quelli relativi alla loro adozione sono sicuramente imponenti. Le  
gravose cautele imposte alle imprese e i profili probatori posti a carico del consumatore, di fatto, rallentano 
l'utilizzo degli strumenti di pagamento elettronici.
179  Evidenziano  in  generale  la  risoluzione  delle  tematiche  della  responsabilità  sul  piano  assicurativo:  R.  
D'ORAZIO, o.u.c., p. 265.
180 Pubblicata  in  G.U.  n.  208  del  02/08/1997  e  disponibile  integralmente  sul  sito  http://eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:31997H0489:IT:HTML.
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 di elaboratori elettronici collegati in rete”181 e sottolineava che tali strumenti “date le 
loro caratteristiche ed in particolare il potenziale collegamento al conto del titolare,  
sono quelli per i quali l’esigenza di tutela del cliente è più sentita”182.
Inoltre  come  già  detto,  la  raccomandazione  rimarcava  la  necessità  di  garantire 
condizioni di trasparenza, in vista dell’avvento della società dell’informazione e del 
commercio  elettronico,  anche  al  fine  di  “promuovere  la  fiducia  dei  clienti  e  
l’accettazione dei dettaglianti riguardo agli strumenti in questione”.
Secondo  la  raccomandazione  comunitaria,  la  trasparenza  poteva  quindi  essere 
assicurata mediante la fissazione di un quadro di norme in base alle quali definire le 
relazioni tra acquirenti, enti emittenti e imprese accettanti gli strumenti di pagamento 
elettronico,  la  portata  degli  obblighi  e  delle  responsabilità  delle  diverse  parti 
intervenienti  in  questa  tipologia  di  transazioni.  Difatti  si  sono  delineati  criteri  di 
imputazione  del  tutto  oggettivi:  il  consumatore  dovrà  rispondere  soltanto  se  l'uso 
abusivo è conseguente ad un suo atteggiamento negligente rispetto ai suoi obblighi a 
lui imposti e l'impresa risponderà se utilizzazione viene consentita senza (o con non) 
efficaci sistemi di sicurezza atti ad evitare l'uso abusivo. In definitiva, i Paesi membri 
avrebbero dovuto  dotarsi  di  “norme minime necessarie  per  garantire  un adeguato  
livello  di  informazione  alla  clientela  dopo  la  conclusione  di  un  contratto  e  dopo  
l’esecuzione di operazioni per mezzo di uno strumento di pagamento, comprese le  
informazioni sugli oneri imposti e sui tassi di cambio e di interesse applicati”.
Si  è,  infatti,  tutelato  il  cliente-consumatore  mediante  la  previsione  di  una  serie  di 
obblighi  gravanti  sull'istituto  emittente  e  riconducibili  al  binomio  informazione-
formalismo contrattuale.
Per ciò che concerne l'informativa precontrattuale, prima della stipula del contratto o 
181   Cfr. art. 2, lett. c) della Raccomandazione 97/489/CE.
182  Le  indicazioni  contrarie  della  raccomandazione  dell'art.2  distinguono tra  strumenti  che  consentono  al  
titolare di accedere ai fondi detenuti sul proprio conto presso un ente al fine di effettuare un pagamento a favore  
di un beneficiario, di norma, attraverso un codice di identificazione personale come carte di credito, di debito, di  
debito differito, ecc. e la moneta elettronica come strumento di pagamento ricaricabile senza accesso a distanza 
di propri fondi.
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 comunque prima della consegna o dell'acquisizione delle disponibilità dello strumento, 
vanno comunicati per iscritto al titolare le modalità e le condizioni contrattuali – la cui 
formulazione deve essere facilmente intellegibile – relative all'emissione e all'impiego 
dello  strumento  di  pagamento.  Dette  condizioni  dovranno  necessariamente 
comprendere:  le  caratteristiche  tecniche  dello  strumento,  gli  elementi  che  ne 
consentono l'impiego, una descrizione degli obblighi e delle responsabilità del titolare 
e dell'emittente, nonché un elenco dettagliato delle tariffe, spese, commissioni ed oneri 
a carico del titolare, tassi di interesse. L'informativa precontrattuale è infine completata 
dalla  previsione  espressa  nelle  clausole  di  contratto,  offerte  in  comunicazione 
preventiva, del termine entro il quale un'operazione può essere contestata dal titolare, 
con le indicazioni delle procedure di ricorso disponibili e delle modalità previste per 
accedervi e, se lo strumento di pagamento elettronico può essere impiegato all'estero, 
con l'indicazione dell'importo di spesa od onero addebitato per le operazioni in valuta 
estera, compresi, se del caso, i tassi applicati.
In  sede  di  svolgimento  del  rapporto  contrattuale  il  diritto  comunitario  ha  definito 
principi  incisivi  atti  a  garantire  la  trasparenza  delle  attività  esplicate,  imponendo 
all'emittente  di  fornire  al  titolare  le  informazioni  in  forma  scritta  ma  anche 
elettroniche,  che  consentono  a  questo  di  identificare  le  operazioni  effettuate,  con 
indicazione  analitica  dei  riferimenti  che  consentono  al  titolare  di  identificare 
l'operazione, comprese le notizie relative all'accettante presso o con il quale si è svolta 
l'operazione e, se del caso, in moneta estera; l'importo di ogni eventuale spesa ed onere 
addebitate per particolari tipi di operazioni, nonché il tasso di cambio utilizzato per la 
conversione in valuta estera183. 
La dottrina non ha mancato di sottolineare come i profili di tutela del consumatore 
siano  frustati  sul  piano  pratico  dal  regime  di  allocazione  dei  costi  derivanti  da 
problemi  sopravvenuti  nel  funzionamento  tecnico  del  supporto  elettronico  ovvero 
183   Cfr. ALFA, Credito al consumo, carte di pagamento e trasferimento elettronico di fondi, in Studi e 
informazioni – Rivista sul governo dell'economia, n. 4, 1987, p. 143 ss.
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 discendenti  dal  sistema  di  informazioni  scritte,  generalmente  gravanti  sullo  stesso 
utente,  senza  un'apprezzabile  giustificazione,  ma  con  la  conseguenza  logica  di 
costituire un deterrente alla diffusione di questi nuovi strumenti di pagamento, oltre 
che  di  determinare  un'arbitraria  situazione  di  vantaggio  in  favore  dell'istituto 
emittente184.
Il sistema di negoziazione di questi strumenti si inserisce nel quadro generale che di 
norma sovrintende queste operazioni: obblighi di forma, obblighi di informazioni e 
obblighi di contenuto delle informazioni185.
Agli  indirizzi  comunitari,  il  legislatore  nazionale  si  è  uniformato  mediante  le 
disposizioni a tutela della trasparenza nelle operazioni bancarie contenute nel D.Lgs. 
385/1993  Testo  Unico  delle  leggi  in  materia  bancaria  e  creditizia  (TU  bancario), 
integrate dalla Delibera del Comitato Interministeriale per il Credito e il Risparmio del 
4 marzo 2003, a cui fanno seguito le Istruzioni di Vigilanza della Banca d'Italia186. 
In  base  alla  vigente  regolamentazione,  applicata  anche  agli  Istituti  di  Moneta 
Elettronica, la disciplina sulla trasparenza ha come obiettivo di “rendere noti ai clienti  
gli elementi essenziali del rapporto contrattuale e le loro variazioni e di promuovere e  
salvaguardare la concorrenza nel mercato finanziario”187.
Tali informazioni devono essere “rese alla clientela, con modalità adeguate alla forma 
di  comunicazione  utilizzata,  in  modo  chiaro  ed  esauriente,  avuto  riguardo  alle  
caratteristiche dei rapporti e dei destinatari”188.
Il nuovo assetto disciplinare, pertanto, presenta una completezza previsionale adeguata 
- ma perfettibile, soprattutto sul piano concreto della ripartizione dei costi – al fine 
184   V. ARNO'-LISTA,  il  commercio elettronico alle luce delle recenti iniziative comunitarie,  in  Contr.,XI, 
2000, p. 1062 ss.
185   Sul punto F. BUFFA, Monete digitale e tutele, in Commercio elettronico e tutela del consumatore, a cura di 
G. Cassano, Milano, 2003.
186   V. CASSESE, La vigilanza sugli “istituti di moneta elettronica”, in Giorn. dir. amm., n. 2, 2001, p. 192 ss.
187   Provvedimento della Banca d’Italia del 25 luglio 2003.
188   Art. 2 della Delibera del CICR del 4 marzo 2003.
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 della  tutela  del  privato  che  entri  in  contatto  con  istituti  di  emissione  di  moneta 
elettronica, apprestando apposite misure di garanzia anche con riferimento alla fase 
terminale del rapporto contrattuale ed all'obbligo di rendicontazione.
3.6 -  La tesi che ravvisa nella moneta elettronica un titolo di credito al portatore:  
critica
Vi  è  una  proposta  di  tesi189 ,  introdotta  dai  primi  commentatori  e  lasciata 
impregiudicata dalle disposizioni comunitarie, che sostiene che la moneta elettronica 
rappresenta un nuovo esemplare di titolo di credito - non essendo tale qualificazione 
ostacolata dal  peculiare supporto - in formato digitale190, che reca la firma, a guisa di 
sigillo  elettronico,  dell'emittente  e  contenente  la  promessa  a  pagare,  a  vista  e  al 
portatore, il valore nominale della moneta.
L'argomento  principale  a  sostegno  della  riferita  riqualificazione  della  moneta 
elettronica  è  rappresentato,  indubbiamente  dal  tenore  letterale  della  definizione 
normativa191 che descrive in termini di “diritto di credito” il contenuto della situazione 
giuridica spettante all'acquirente di uno strumento di moneta elettronica nei confronti 
dell'emittente.  Inoltre  la  sua  incorporazione  su  un  supporto  informatico  presenta 
evidenti  similitudini  con  l'analogo  fenomeno  che  storicamente  ha  caratterizzato  la 
189   La tesi è sostenuta con dovia di argomenti, dalla BANQUE DE FRANCE,  La nature juridique de la  
monnaie électronique, in Bullettin de la Banque de france, n. 70, ottobre 1999, p. 45 ss.; cui adde, più recente, 
GUARRACINO, Titolo di credito elettronico e documento informatico.
190   In  argomento  v.  P.SPADA,  La  circolazione  della  “ricchezza  assente”,  in  BBTC,  1999,  p.  407  ss.; 
F.DEVESCOVI,  Titoli  di  credito  e  informatica,  Padova,  1991,  p.  77;  M.CIAN,  Titoli  dematerializzati  e  
circolazione “cartolare”, Milano, 2001, p. 12 s.; F.GUARRACINO, Titolo di credito elettronico e documento  
informatico, in V.RICCIUTO-N.ZORZI, p. 514 ss.
191  Si  definisce  moneta  elettronica  “un  valore  monetario  rappresentato  da  un  credito  nei  confronti  
dell'emittente che sia memorizzato su un dispositivo elettronico, emesso previa ricezione di fondi di valore non  
inferiore al valore monetario emesso e accettato come mezzo di pagamento da soggetti diversi dall'emittente" 
(art. 55, lett. h ter della Legge n. 39 del 1 marzo 2002, attuativa della Direttiva 2000/46/CE). 
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 nascita e lo sviluppo dei titoli di credito192.
Secondo questa interpretazione, dunque, la circolazione di uno strumento di moneta 
elettronica si realizzerebbe attraverso il trasferimento del credito in essa “incorporato” 
secondo le regole proprie dei titoli a portatore, mentre sul piano funzionale essa non 
sarebbe dissimile dagli strumenti di pagamento che utilizzano moneta scritturale.
Pur disponendo di qualche solido argomento a suo favore, la tesi appena esposta presta 
tuttavia fianco ad alcuni rilievi critici che appaiono difficilmente superabili.
Prima fra tutte le obiezioni vi è quella che vuol far osservare come la qualificazione di 
tale strumento come titolo di  credito al portatore appare di dubbia utilità,  attesa la 
difficoltà  di  applicare  alla  fattispecie  in  esame  le  norme  dettate  per  i  titoli  della 
medesima specie dal nostro codice civile (art. 2033 ss., c.c.), a cominciare da quelle 
che disciplinano il contenuto della prestazione e la legittimazione, attiva e passiva, dei 
soggetti interessati. Sotto questo profilo, va infatti osservato come uno primo scoglio 
sembra costituito dalla logica necessità che il credito “incorporato” nello strumento e 
trasferito  in  pagamento  al  commerciante  (o  ad  un  successivo  portatore  del  titolo 
nell'ipotesi di una sua più ampia circolazione) sia coincidente e con l'importo dovuto e 
lo esaurisca, mentre, in tutti gli altri casi, il trasferimento sarà solo parziale. 
Tale circostanza è, da parte dei sostenitori della teorica in esame, ritenuta superabile 
nella realtà se l'utilizzatore acquistasse al momento dell'emissione dello strumento tanti 
titoli di credito quante sono le unità di conto in cui si lascia scomporre la valuta nella  
quale detto credito è denominato; il che rappresenta già una prima, evidente forzatura.
Tale ipotesi, che ha avuto un certo seguito in altri contesti giuridici193, nel nostro Paese 
192  Sulla rilevanza dell'incorporazione nella teorica dei titoli di credito v. SPADA,  Introduzione al titolo di  
credito, cit., p. 87 ss.; sulla compatibilità si trae requisito con un sistema ed un titolo di credito informatico v.  
DEVESCOVI, Titoli di credito e informatica, cit., p. 96.
193   Il fatto che la moneta elettronica sia l'effetto di una conversione reversibile di moneta legale o scritturale e  
che essa sia un titolo di credito, per di più incorporato in un documento, ha portato gran parte della dottrina,  
anche  straniera,  a  considerare la  moneta  elettronica  un nuovo esempio di  titolo di  credito  al  portatore,  pur 
dematerializzato (V. F. GUARRACINO, Titolo di credito e documento informatico, in Banca borsa e tit. di cred., 
2001, ma già prima BANQUE DE FRANCE, La nature juridique de la monnaie èlettronique, in Bullettin de la 
Banque de France, n. 70, ottobre 1999, p. 45 ss.
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 non è stata accolta vista la  difficoltà di ravvisare nella specie una circolazione del 
(diritto  di)  credito  con le caratteristiche di  astrattezza,  letteralità  ed autonomia che 
caratterizzano i titoli di credito della medesima specie, sebbene il concetto del denaro 
anche da noi sia acquisito e il grado di astrattezza raggiunto dai sistemi di pagamento 
non  si  opponga,  d'altra  parte,  ad  una  una  visione  atomistica  delle  disponibilità 
monetarie e ad una coerente ricostruzione delle modalità  di  attribuzione della  loro 
titolarità194.
In secondo luogo, non può sfuggire come il contratto da cui trae origine il credito in 
questione sottoponga il  suo incasso (sotto  forma di conversione in altra moneta) a 
condizioni  e  limiti  che,  da  una  parte,  mal  si  conciliano  con  una  promessa 
incondizionata  da  pagare  la  somma  di  denaro  indicata  sul  titolo;  dall'altra  sono 
certamente opponibili dall'emittente a qualsiasi successivo portatore (o detentore) del 
titolo.  Chi  riceve  in  pagamento  uno  strumento  di  moneta  elettronica,  dunque,  si 
sottopone al medesimo regolamento negoziale dal quale detto strumento trae origine 
accettandone i limiti e le condizioni. La tecnica di trasferimento del diritto nella specie 
utilizzata sembrerebbe pertanto assimilabile a quella descritta dal Codice Civile per la 
cessione dei crediti195, anziché a quella tipica di ogni fattispecie cartolare (informatica 
e non).
Lascia inoltre perplessi l'idea di applicare a tale strumento le regole che, in materia di 
titoli  di  credito,  disciplinano  l'accertamento  della  legittimazione  attiva  e  la 
responsabilità del debitore in caso di pagamento al non avente diritto. Il che conferma, 
da  un  lato,  la  scarsa  utilità  conoscitiva  della  tesi  qui  criticata,  dall'altro  la  sua 
incapacità  di  fornire  risposte  adeguate  ai  numerosi  interrogativi  sollevati  della 
disciplinata in esame sul versante dei rapporti tra fornitori ed utilizzatori del servizio in 
esame. Sembra dunque giocoforza ritenere che la moneta elettronica sia un titolo di 
194   Sulle funzioni trasformatesi nel tempo e sulla moderna concezione che oggi tende a darsi del denaro – 
inteso come unità ideale ed astratta – si richiama, essenzialmente, B.INZITARI, Le funzioni,cit., p. 693.
195   V. G.OLIVIERI,  La nozione di moneta elettronica, in SPENA, GIMIGLIANO, (a cura di) Gli istituti di 
moneta elettronica, Giuffrè Milano, 2005, p. 57.
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 credito al  portatore e,  anche in  questo caso,  come già  in  passato per  altri  prodotti 
dell'industria dei pagamenti, sarà la prassi negoziale a delineare le caratteristiche e le 
principali differenze tra i diversi strumenti di moneta elettronica.
4 – Vantaggi e Svantaggi della moneta elettronica
“Tutto ciò che è richiesto è un personal computer, alcuni programmi disponibili sul  
mercato,  un account  in Internet e  un po'  di  tempo da spendere.  Si  immaginino le  
conseguenze se una frazione significativa della più produttiva popolazione mondiale  
prendesse una parte del frutto del proprio lavoro e lo usasse per impegnarsi in un  
libero commercio all'interno di un sistema economico del tutto immune dall'occhio  
scrutatore  del  governo.  La  ricchezza  prodotta  –  cioè  i  prodotti  basilari  della  sua  
stessa produzione creativa, sulla quale sarà basato il valore della moneta – potrebbe  
non avere del tutto un proprio correlato nel mondo fisico. E poiché questa ricchezza  
potrebbe non dover essere scambiata con moneta legale per essere utile, potrebbero  
esserci scarse possibilità di metterci sopra le mani. Questo sta per essere considerato  
una grave minaccia dalla maggior parte dei governi nazionali” (Frezza196, 1998).
 
Questa  descrizione della  fine  della  sovranità  monetaria  è  uno dei  possibili  scenari 
scaturente dall'introduzione della moneta elettronica nel nostro sistema. Altrimenti lo 
scenario  futuro  potrebbe  essere  caratterizzato:  dalla  riduzione  della  domanda  di 
moneta  alla  Banca  centrale  in  ragione  dell'aumento  di  forme  varie  di  moneta 
elettronica emesse privatamente oppure dalla riduzione dei margini di intervento delle 
istituzioni monetarie e del potere politico di regolamentazione (si pensi ai rischi che 
correrebbe  il  sistema  della  tassazione)197 oppure  da  vantaggi  per  consumatori  e  i 
196   FREZZA.B, Internet e la fine  della sovranità monetaria, in Dorn J.A. Il futuro della moneta, 1998.
197   Scrive Rahn: “In un'era in cui la maggior parte delle persone può trasferire moneta e pagare tramite una  
normale telefonata, rafforzare la tassazione di questi tipo di operazioni diverrà in realtà impossibile. Il costo per 
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 soggetti che svolgono lavori intellettuali occasionali o a tempo parziale via Internet. 
Proprio  perchè  le  conseguenze  del  fenomeno  sono  molteplici  e  incerte  è  tappa 
fondamentale andare a cogliere le potenzialità e le debolezze della moneta elettronica.
4.1 - Gli aspetti positivi della moneta elettronica
Nella  maggior  parte  dei  casi,  le  transazioni  effettuate  con moneta  elettronica  sono 
molto  più efficienti  di  quelle  che  avvengono tramite  altri  metodi,  il  che  dovrebbe 
incoraggiare la nascita di nuovi business e in definitiva minor prezzi per i consumatori.
I vantaggi derivanti dall'utilizzo di moneta elettronica sono:
• minor  costi  di  transazione:   trasferire  moneta  elettronica  su  Internet  può 
comportare costi inferiori rispetto che gestire il pagamento con carta di credito, 
di  debito  o  banconote.  Lo  scambio  tradizionale  di  moneta  richiede  banche, 
filiali  di banche,  cassieri,  bancomat e un sistema elettronico parallelo per la 
gestione, il trasferimento e l'erogazione del denaro. All'opposto, il trasferimento 
di  moneta  elettronica  utilizza  una  infrastruttura  esistente,  Internet,  e  un 
altrettanto esistente sistema di calcolatori; in sostanza i costi fissi dell'hardware 
per la gestione della moneta elettronica sono praticamente nulli. Paypal, uno dei 
sistemi più diffusi, propone il suo servizio gratuitamente agli acquirenti, senza 
far pagar alcuna commissione sulle operazioni effettuate. Generalmente, invece, 
la ricezione del pagamento è soggetta a commissioni, che possono variare da 
3,4% per somme basse e privati,  all'1,8% per  i  commercianti  che muovono 
grosse cifre mensilmente. Ciascuna transazione comprende anche un costo fisso 
legato alla valuta; 
• minori  costi di  trasporto:  con la moneta elettronica si  usufruisce di  una rete 
questo tentativo potrà sorpassare nettamente le entrate raccolte e richiederà certamente un prezzo in termini di 
perdita di efficienza economica e in termini di perdita dei diritti della privacy che sorpasserà i vantaggi della loro  
continua tassazione” (RAHN.R, Il nuovo universo monetario e il suo impatto di tassazione, in Dorn, 1998).
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 globale  come  Internet  e  il  concetto  di  distanza  perde  significato.  Nel 
trasferimento fisico di denaro e assegni, costo di trasporto è proporzionale alla 
distanza:  maggiore  è  la  distanza,  maggiori  sono  i  costi  di  spostamento. 
Diversamente, spostare moneta elettronica da Milano a Roma ha lo stesso costo 
che muoverla da Milano a Hong Kong;
• assenza di  autorizzazione nell'uso:  chiunque può usare  moneta  elettronica.  I 
venditori possono pagare i fornitori nelle transazioni  business-to-business così 
come i consumatori lo possono fare tra loro. La moneta elettronica non richiede 
alcuna autorizzazione particolare come invece è necessaria per le transazioni 
con carta di debito (che richiede l'apertura di un conto bancario) o con carta di 
credito (che presuppone l'accordo con la società della carta di credito o della 
banca);
• aumento della propensione della fiducia dei consumatori: dal momento che una 
smart card contiene solo la quantità di denaro che il portatore ha posto su di 
essa, i consumatori saranno più propensi a usarlo per  acquistare nei negozi o in 
Internet senza il timore di qualunque altro uso improprio delle informazioni di 
pagamento, come accade con le frodi con carta di credito;
• combatte l'evasione fiscale:  la moneta elettronica è tracciabile per definizione, 
quindi porta ad azzerare o quantomeno scoraggiare tutti  quei comportamenti 
illeciti derivanti da evasione fiscale (si stima siano 200miliardi di euro all'anno 
secondo i dati dell'Agenzia delle Entrate);
4.2 -  I rischi della moneta elettronica
Prima di procedere all’analisi dei rischi legati all’utilizzo dell’e-money è opportuno 
definire cosa si intende per rischio. 
Da un punto di vista scientifico il rischio è definito come una misurazione statistica 
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 della probabilità che una determinata azione umana o evento naturale possa produrre 
un  danno;  ma  l’uomo  nei  suoi  comportamenti  non  è  sempre  razionale:  secondo 
un’ottica soggettiva il  rischio può essere definito come una costruzione sociale che 
risente  delle  influenze  provenienti  dai  pareri  degli  esperti,  dalla  comunicazione 
pubblica, dagli orientamenti istituzionali, dall’esperienza passata o raccontata, ecc. 
Nell’analisi  che  seguirà  ci  limiteremo  ad  affrontare  il  rischio  secondo  la  prima 
definizione, poiché agendo su questa dimensione si spera di offrire risposte e strumenti 
concreti. 
L’idea di  rischio nell’ambito della moneta elettronica è associata principalmente al 
concetto di frode per questo motivo esamineremo le tipologie di frodi e contraffazioni 
più diffuse. L’analisi non potrà essere esaustiva poiché le truffe si evolvono di pari 
passo con la tecnologia, ma l’obiettivo è dimostrare che i rischi sono ovunque e che 
l’uso  informato  degli  strumenti  a  nostra  disposizione  unito  al  buon  senso  e  alle 
ricerche dei professionisti per rendere gli strumenti sempre più sicuri ci consente di 
svolgere con serenità le tradizionali operazioni tramite e-money. 
Per la moneta elettronica card based sono state individuate due categorie principali di 
frodi  informatiche198:  le  plastic frauds e  card not present frauds.  Le  plastic frauds 
comprendono le truffe riguardanti la carta e tra queste:
• skimming: si basa sulla lettura dei dati contenuti nella carta all’insaputa del 
titolare.  L'acquisizione  si  realizza  facendo  passare  la  carta  nello  skimmer, 
strumento utilizzato per la lettura dei codici contenuti nelle carte molto diffuso 
negli esercizi commerciali che accettano carte di pagamento;
• computation:  consiste  nella  cosiddetta  “violazione”  dei  dati  o  del  software 
contenuto nel chip, mediante alterazione e modifica dell'integrità o del corretto 
198   L'art. 10 della legge del 23 dicembre 1993, n. 547, “Modificazioni ed integrazioni alle norme del codice 
penale e del codice di procedura penale in materia di criminalità informatica”, introduce nel nostro ordinamento 
il reato di frode informatica. La condotta è quella di chi procura a sé o ad altri un ingiusto profitto con altrui  
danno, alternando in qualsiasi modo il funzionamento di un sistema informatico  telematico o intervenendo senza 
diritto con qualsiasi modalità su dati, informazioni o programmi contenuti in un sistema informatico o telematico 
o ad esso pertinenti. Prima della L. 547/93 si era posto il problema della configurabilità del reato di truffa, la cui  
fattispecie prevede l'introduzione di taluno in errore, con artifici o raggiri.
96 
 funzionamento dei medesimi. Per proteggersi da queste truffe è sufficiente che 
il titolare della carta di credito osservi il momento del pagamento assicurandosi 
che la banda magnetica sia strisciata solo nel POS. Le aziende produttrici di 
apparecchiature per i pagamenti elettronici sono molto attente alle innovazioni 
e all’efficienza tecnologica dei loro prodotti. 
• carding fisico  (clonazione  o  contraffazione):  consiste  nella  duplicazione 
dell'intera carta o della parte contenente i dati (banda magnetica o  chip). In 
questo caso ci si può tutelare controllando periodicamente l’estratto conto. Se 
si  dovessero  notare  movimentazioni  non  effettuate  concretamente  basterà 
contestarle alla banca allegando la denuncia fatta presso le autorità competenti 
e una volta accertata la veridicità della contestazione, le somme perse saranno 
rimborsate.  È  interesse  delle  banche  garantire  l’affidabilità  dei  mezzi  di 
pagamento che offrono, pertanto sono fortemente impegnate nella ricerca di 
soluzioni tecnologiche che eliminino completamente questa eventualità.
Nel caso delle  card not present frauds non è, invece, necessaria la presenza "fisica" 
della  carta  per  la  realizzazione  della  truffa.  In  questo  ambito  rientrano  le  truffe 
caratterizzate:
• utilizzo in rete dei dati della carta a seguito di furto o acquisizione illecita. 
Questo  tipo  di  truffa  rende  evidente  il  vantaggio  delle  carte  di  pagamento 
rispetto al denaro. In caso di furto della carta di pagamento il nostro patrimonio 
rimarrà intatto se procederemo con celerità a contattare gli addetti della banca 
per bloccarla e perderemo solo un pezzo di plastica, mentre contro il furto di 
100 euro poco si potrà fare per recuperare la somma persa. 
• utilizzo di specifici applicativi per generare il numero della carta. Il  software 
riconosce l'algoritmo usato dalla  società  emittente  per  generare  i  numeri  di 
carta. In questo caso non si può parlare di una vera e propria frode poiché per 
utilizzare una carta di pagamento non basta aver individuato il numero della 
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 carta  ma  è  necessario  che  più  variabili  (es.  nome  proprietario  della  carta, 
scadenza della carta) siano congiuntamente verificate. 
Per  quanto riguarda la  moneta  elettronica  software based le  principali  tipologie  di 
truffe sono: 
• phishing199:  frode  caratterizzata  dall'invio  di  e-mail fittizie  ad  un  utente, 
provenienti in apparenza da un istituto di credito o da una società di pagamenti. 
L’utente è indotto a collegarsi al sito fittizio, il cui link è presente nell' e-mail e 
dopo aver effettuato l’accesso al sito viene invitato ad inserire le credenziali di 
autenticazione al servizio di e-banking del proprio istituto di credito o il numero 
della  propria  carta  di  pagamento,  permettendo  al  phisher,  ad  operazione 
conclusa, di acquisire tali dati. Per difendersi basta sapere che le banche non 
chiedono mai di fornire password o numeri di carta di credito tramite e-mail, è 
inoltre  conveniente  non  utilizzare  i  link  contenuti  nell’e-mail ma  digitare 
personalmente l’Url per accedere al sito della banca. 
199   Secondo Trib. Milano, 29 ottobre 2008, in “Corriere merito”, 2009, 285, deve rispondere del delitto di 
truffa colui che avvalendosi delle tecniche di phishing, mediante gli artefici e i raggiri derivanti dalla sostituzione 
di persona (realizzata attraverso la creazione ed utilizzazione  di un account di posta elettronica ed attribuzione 
falsa delle generalità  di un diverso soggetto), dopo aver indotto in errore la vittima ed essersi fatto rilevare le  
credenziali  di  accesso,  si  introduce  nel  suo  servizio  di  home-banking,  compiendo  un  atto  dispositivo  che 
comporta  una  depauperazione  del  patrimonio  del  deceptus,  con  pari  profitto  in  proprio  favore.  I  giudici 
meneghini  hanno anche ritenuto responsabile per concorso con il  phisher il  c.d.  financial  manager (ossia il 
soggetto che dopo essere entrato in contatto con il  phisher via Internet e via posta elettronica, è disponibile a 
ricevere  su  propri  conti  correnti  bancari  o  postali  gli  accrediti  di  somme provenienti  da  terzi  (laddove sia 
consapevole dell'attività truffaldina del phisher ed assicuri a questi la propria collaborazione a ricevere bonifici 
fraudolenti  e  quindi  trasferire  le  somme  percepite  con  altri  mezzi  non  bancari  quali  il money  transfer 
internazionale. Viceversa è escluso il concorso doloso nel reato presupposto laddove il financial manager riceve 
solo la mera richiesta di farsi accreditare somme su un proprio conto corrente e di trasferirle successivamente in 
altro modo all'estero e quindi sia inconsapevole del disegno complessivo. GIP Trib. Milano, 28 luglio 2006, in 
“Dir.Internet”,  2007,  62,  ha  ricondotto  alle  fattispecie  degli  art.  640-ter  (frode  informatica),  615-quarter 
(detenzione  e  diffusione  abusiva  di  codici  di  accesso  a  sistemi  informatici  o  telematici)  e  615-quinquies 
(diffusione  di  apparecchiature,  dispositivi  o  programmi  informatici  diretti  a  danneggiare  o  interrompere  un 
sistema informatico o telematico) c.p. l'illecita acquisizione di codici di accesso a conti correnti bancari e postali  
e il loro successivo utilizzo per effettuare prelievi e bonifici on-line non autorizzati (c.d.  phishing); precisando 
che qualora la condotta degli imputati si sia consapevolmente inserita in una fase successiva alla commissione 
dei reati presupposti, l'attività di trasferimento di denaro proveniente dai suddetti reati a soggetti terzi, attraverso 
il prelievo contante e l'accreditamento su conti esteri, è qualificabile quale reato di riciclaggio ai sensi dell'art.  
648-bis c.p. 
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 • pharming: tecnica informatica con la quale il  pharmer, manipolando il server 
DNS200 di un provider o i files di sistema del computer di un utente, ne modifica 
l'associazione tra indirizzo IP e dominio Internet, reindirizzando l'utente, ogni 
qualvolta digiti l'indirizzo del dominio compromesso, verso un sito clone messo 
in rete dal truffatore. Il  pharming201 è una trappola particolarmente insidiosa, 
perché è invisibile all'utente e funziona con qualsiasi sistema operativo. L'utente 
non fa altro che digitare il nome del sito ma in realtà si trova in un sito fasullo. 
Anche in questo caso esistono degli strumenti che ci consentono di difenderci. 
Ogni sito di commercio online che si rispetti protegge le proprie transazioni con 
"certificati di sicurezza", pertanto se un attacco di pharming colpisse un sito di 
commercio elettronico, il browser ci avviserebbe che il nome del "certificato di 
sicurezza"  non  è  valido  o  non  corrisponde  al  nome  del  sito,  inoltre  i  siti 
autentici di commercio via Internet comunicano con l'utente tramite crittografia, 
come indicato sullo schermo dall'icona del lucchetto. 
• man in the middle: tecnica consistente nell'intercettazione dei dati che transitano 
tra due o più  hosts. Il truffatore convoglia sul proprio computer i dati che la 
vittima desidera inviare in via telematica ad un istituto di credito (o viceversa) e 
si frappone tra i due soggetti in maniera impercettibile senza interrompere la 
trasmissione.  La  possibilità  di  un  attacco  di  questo  genere  rimane  un  serio 
problema  di  sicurezza  per  i  sistemi  di  cifratura  a  chiave  pubblica.  Un 
meccanismo usato per evitare simili attacchi è l'uso di chiavi firmate da una 
terza parte di fiducia che ne assicura l'autenticità, es. da un’Autorità Certificante 
(CA) e rappresenta uno dei meccanismi più usati per rendere sicuro il traffico 
web (compresi HTTPS, SSL o protocolli  Transport Layer Security). Un'altra 
difesa,  proposta  da  Ron  Rivest  e  Adi  Shamir,  è  il  protocollo  del  lucchetto 
intermedio,  noto anche con il  nome  interlock.  La forza di  questo protocollo 
200   Un server DNS contiene una grande tabella di corrispondenze fra nomi di siti e indirizzi numerici.
201   Cfr. http://www.zeusnews.it/index.php3?ar=stampa&cod=4195&numero=999#ixzz1pMhyxnUh.
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 risiede nel fatto che metà di un messaggio cifrato non potrà essere decifrato da 
parte del truffatore. 
• software malevolo: sono virus come  worms,  trojans e  keyloggers, in grado di 
pregiudicare  direttamente  o  indirettamente  il  computer  di  un  utente  e  di 
acquisire credenziali di accesso ed altri dati personali della vittima. In generale 
disponendo di un buon antivirus,  non aprendo email sospette,  non facendosi 
ingannare dalle facili vincite e non visualizzando siti non protetti si può stare 
tranquilli. 
In argomento si veda la decisione quadro del Consiglio europeo (2001/413/CE) del 28 
maggio 2001 relativa alla lotta contro le frodi e le falsificazioni di mezzi di pagamento 
diversi dal contante, nonché il d.lgs. 231 del 27 novembre 2007 che ha dato attuazione 
nel nostro Paese alla direttiva 2005/60/CE concernente la prevenzione dell'utilizzo del 
sistema  finanziario  a  scopo  del  riciclaggio  dei  proventi  di  attività  criminose  e  di 
finanziamento  del  terrorismo nonché  alla  direttiva  2006/70/CE che  reca  misure  di 
esenzione
Va, infine, rilevato che, oltre alle predette forme di frode, vi possono essere tentativi di 
intrusione  informatica  nel  server  del  sito  web  della  società  che  gestisce  moneta 
elettronica;  attualmente  i  sistemi  più  efficienti  sono  quelli  impiegati  delle  case 
farmaceutiche. 
La  maggior  parte  delle  truffe  avviene sfruttando la  mancanza di  conoscenza degli 
strumenti di pagamento da parte degli utenti e il loro essere distratti. I rischi che si 
corrono  utilizzando  le  carte  di  credito  non  sono  tanto  diversi  da  quelli  che  si 
riferiscono all’uso del contante ed in realtà è solo l’ignoranza in materia che ci porta ad 
avvertire un rischio più elevato; in realtà l’incidenza delle frodi è pari a 0,014 per 
cento. 
Per quanto le tradizioni diano sicurezza bisogna essere consapevoli della direzione che 
le altre Nazioni hanno intrapreso per essere competitive. 
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 La nostra vita non può più prescindere dalla conoscenza dell’inglese e dell’informatica 
e interventi su questi aspetti sono fondamentali per ritrovare competitività e sfatare una 
celebre  frase  di  Max Plank,  il  quale  disse  che:  “Una verità  scientifica  nuova  non 
trionfa convincendo i suoi oppositori e rivelando loro la luce, ma piuttosto perché a un 
certo punto gli oppositori muoiono e cresce una nuova generazione che ha familiarità 
con essa”.
4.3  -  Gli  insuccessi  della  moneta  elettronica  negli  primi  anni  Novanta  e  le  sue  
possibilità di sviluppo 
Lo  sviluppo  della  moneta  elettronica  dipende  dalla  sua  funzione  di  strumento  di 
pagamento al dettaglio e, inoltre, dalle decisioni prese dai clienti e dagli esercenti sul 
suo utilizzo.
Dal punto di vista dell’esercente, è utile distinguere tra i costi fissi e i costi marginali 
di utilizzo degli strumenti di pagamento presso un particolare punto vendita. Nel caso 
della  moneta  elettronica,  i  costi  fissi  includono  quelli  associati  all’acquisto  e  alla 
manutenzione  delle  carte  di  moneta  elettronica  e  del  software o  degli  specifici 
terminali che si trovano presso l’esercente. Per contro, i costi marginali sono quelli 
relativi all’elaborazione di una singola transazione, comprendenti in particolare i costi 
sostenuti per le telecomunicazioni. Dal momento che i sistemi di moneta elettronica 
necessitano di nuove tecnologie o di nuovi standard – di solito relativamente costosi 
nelle prime fasi del loro sviluppo – i costi fissi probabilmente saranno relativamente 
elevati, almeno durante la fase iniziale. Tuttavia, i costi marginali dell’utilizzo della 
moneta  elettronica  potrebbero  essere  più  bassi  di  quelli  relativi  all’impiego  di 
strumenti di pagamento alternativi.
Nel  complesso,  ci  si  può  attendere  che,  dati  i  bassi  costi  marginali  della  moneta 
elettronica, gli esercenti la cui attività implica pagamenti relativamente frequenti ne 
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 preferiranno  l’utilizzo202.  Allo  stesso  tempo,  i  clienti  che  hanno  la  necessità  di 
effettuare  pagamenti  relativamente  frequenti  e  di  ammontare  ridotto,  come  per 
esempio per  gli  acquisti  giornalieri  di  quotidiani o di  servizi  di  trasporto pubblico 
urbano,  potrebbero  trarre  benefici  dall’utilizzo  della  moneta  elettronica  per  tali 
operazioni.
Data l’esistenza di costi fissi, è conveniente minimizzare il numero degli strumenti di 
pagamento  al  dettaglio  e  scegliere  quelli  più  ampiamente  accettati.  Ciò  potrebbe 
costituire un deterrente allo sviluppo di strumenti di pagamento alternativi, a meno che 
non vi sia una sufficiente fiducia che la riduzione dei costi sarà, nel lungo termine, 
sufficiente  a  compensare  il  costo  del  cambiamento.  Tuttavia,quando  un  nuovo 
strumento di pagamento ha raggiunto una certa massa critica, i costi per l’acquisizione 
della  nuova  tecnologia  sono  compensati  dai  risparmi  futuri  attesi  sui  costi  di 
transazione, in quanto questi possono essere conseguiti  in un periodo di tempo più 
breve con un maggiore numero di transazioni. Di conseguenza, una volta che la massa 
critica è stata raggiunta, è probabile che un nuovo strumento di pagamento si sviluppi 
più rapidamente. Si verificherà un effetto di rete, in quanto l’ampia accettazione della 
moneta elettronica da parte dei  commercianti  e  il  suo diffuso utilizzo da parte dei 
clienti  si  rafforzano  reciprocamente203.  Un  simile  sviluppo  sarebbe  in  linea  con lo 
schema di diffusione di nuove tecnologie osservato in molti casi, inclusi quelli della 
diffusione di nuovi strumenti di pagamento – come le carte di debito e di credito – 
negli ultimi decenni.
Lo scopo di questo paragrafo è quello di comprendere, in primo luogo, gli errori che 
hanno determinato il fallimento degli strumenti lanciati agli inizi degli anni Novanta 
per  individuare  le  condizioni  per  una  significativa  diffusione  dell’e-money  nel 
prossimo futuro.
202   V. figura 1 p. 53, Bollettino mensile della BCE,  Le problematiche connesse allo sviluppo della moneta  
elettronica, novembre 2000.
203   V. figura 1 p. 53, Bollettino mensile della BCE,  Le problematiche connesse allo sviluppo della moneta  
elettronica, novembre 2000.
102 
 Si è rilevato che la maggior parte degli strumenti di moneta elettronica emessi nella 
prima metà degli anni Novanta ha fallito nel tentativo di convincere consumatori e 
commercianti  che  il  loro  utilizzo  avrebbe  apportato  benefici  netti  rispetto  agli 
strumenti di pagamento preesistenti.
Il principale errore di tali iniziative, che utilizzavano la tecnologia card-based, è stato 
quello  di  porsi  “in  concorrenza”  con  il  contante  per  il  pagamento  di  acquisti  di 
modesto ammontare presso gli esercizi al dettaglio. Tale progetto mancava infatti di 
quasi  tutte  le  precondizioni  individuate  da  Rogers  e  Shoemaker204 come  idonee  a 
favorire l’interesse degli utilizzatori finali nei confronti di una innovazione. I nuovi 
strumenti di moneta elettronica non offrivano infatti evidenti vantaggi relativi rispetto 
al contante né a livello di comodità di utilizzo dello strumento, né con riferimento alle 
condizioni  economiche,  né  in  termini  di  prestigio  sociale,  imponendo  inoltre  un 
cambiamento delle abitudini di acquisto.
Con  riferimento  al  fattore  comodità,  il  contante  gode  del  vantaggio  indiscusso  di 
essere  accettato  presso  qualsiasi  esercizio  e  di  essere  utilizzato  ogni  giorno 
abitualmente; inoltre, il suo impiego per i piccoli acquisti non genera evidenti motivi 
di insoddisfazione. In altri termini, si può ritenere che questo particolare segmento di 
mercato  non  presenti  un’adeguata  domanda,  sia  pure  potenziale,  di  strumenti  di 
pagamento sostitutivi. Le ragioni per cui gli utilizzatori finali ritenevano poco pratico 
l’utilizzo dei primi strumenti di moneta elettronica rispetto al contante sono dunque 
facilmente comprensibili. In definitiva, questi erano utilizzabili soltanto presso i punti 
vendita convenzionati, prima di fare qualsiasi pagamento era necessario ricordarsi se 
204   Secondo gli studi di Rogers e Shoemaker (cfr. Rogers E., Shoemaker F., Communication of Innovations, 
McMillan, 1971), i tempi e l’ampiezza di diffusione di una determinata innovazione variano sensibilmente in  
funzione del grado di radicalità della stessa e dei vantaggi relativi percepiti dai  potenziali utilizzatori. Dalle 
verifiche  condotte  dai  due  studiosi  risulta,  infatti,  che  un’innovazione  viene  adottata  più  rapidamente  se  i 
potenziali utilizzatori la percepiscono come:
•  vantaggiosa  rispetto  alle  soluzioni  preesistenti  in  termini  economici,  di  comodità  di  utilizzo,  di  
prestigio sociale e di soddisfazione; 
•  compatibile con i propri valori, esperienze e bisogni; 
•  poco complessa; 
•  osservabile, ossia idonea a mostrare le proprie funzionalità; 
• facilmente sperimentabile. 
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 l’ammontare  di  potere  d’acquisto  memorizzato  era  sufficiente  e,  infine,  in  caso di 
frequenti utilizzi, era necessario provvedere periodicamente a ricaricarli.
Dal punto di vista delle condizioni economiche, le politiche di  pricing  indiretto del 
contante205 pongono il confronto di convenienza tra contante e carte prepagate in netto 
favore  per  il  primo.  Le  carte  prepagate,  come  la  maggior  parte  degli  strumenti 
elettronici,  presentano  infatti  una  tariffazione  esplicita,  rappresentata  da  costi  di 
emissione e da commissioni di ricarica.
D’altra  parte,  il  passaggio  ad  un  pricing  implicito  anche  per  questi  ultimi  non  è 
normalmente realizzabile. L’utilizzo delle procedure informatiche ha infatti ridotto in 
maniera  drastica  i  tempi  necessari  per  processare  le  transazioni  di  pagamento, 
limitando considerevolmente i guadagni derivanti dagli scarti di valuta e dai cosiddetti 
“giorni  banca”  e  rendendo  necessaria  l’imposizione  di  specifiche  commissioni. 
Costituisce un’eccezione la possibilità, oggi sfruttata da molte banche, di far pagare un 
canone mensile per l’utilizzo di  una serie di servizi compresi in un “pacchetto” di 
conto  corrente,  secondo  la  formula  “tutto  compreso”.  Tale  opzione,  però,  è 
difficilmente estendibile all’utilizzo di strumenti di moneta elettronica dal momento 
che questi sono di solito svincolati da qualsiasi rapporto di conto corrente.
Passando a considerare la prospettiva degli esercenti, l’insuccesso degli strumenti di 
moneta elettronica di prima generazione è stato in larga parte determinato da un’errata 
individuazione della  categoria  di  esercenti  ai  quali  proporre  il  nuovo strumento di 
pagamento.  I  primi  progetti  si  rivolgevano infatti  ai  piccoli  dettaglianti  di  beni  di 
consumo quotidiano, caratterizzati da una cultura del contante particolarmente radicata 
e da modesti  margini sulle vendite.  Si  trattava, in altri  termini,  di esercenti  che di 
205   La  convenienza  ad  adottare  un  certo  strumento di  pagamento  non dipende esclusivamente  dalle  sue  
caratteristiche operative,  quali  facilità  e rapidità  di  utilizzo, praticità  di  detenzione,  costi  di  produzione e di 
distribuzione. Ciò in quanto l’intervento di altri fattori,  legati  alla normativa e alle politiche di  pricing, può 
alterare la percezione complessiva dello strumento rispetto alle sole caratteristiche “intrinseche”. In particolare,  
la distribuzione non equivalente oneri e responsabilità tra i due soggetti può generare le suddette divergenze di  
valutazione.  La  valutazione di  convenienza di  uno strumento può essere addirittura falsata rispetto alla  sua  
effettiva efficienza, se la politica di pricing perseguita dall’emittente non si rivale direttamente sui costi sostenuti  
ma opera secondo un regime di  cross subsidisation, che implica il recupero indiretto dei costi effettivamente 
sostenuti  dall’emittente  mediante  svariati  meccanismi,  quali  il  gioco  delle  valute,  i  rendimenti  derivanti 
dall’investimento del flottante, le commissioni annue di tenuta conto, etc,.
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 norma  non  accettavano  carte  di  pagamento  e  le  cui  vendite  presentavano  importi 
unitari contenuti. Pertanto, l’accettazione della moneta elettronica imponeva loro di 
dotarsi a proprie spese del terminale off-line per la lettura delle carte prepagate, oltre 
che  di  pagare  all’emittente  una  commissione  percentuale  per  ogni  pagamento 
effettuato  con  la  moneta  elettronica.  Sebbene  il  livello  di  tale  commissione  fosse 
contenuto, in particolare se confrontato con quello delle carte di credito, l’abitudine ad 
accettare solo il contante, unitamente ai margini sulle vendite limitati, non facevano di 
questi negozianti la categoria più adatta a gradire il nuovo strumento di pagamento.
Infine, la diffusione degli strumenti di moneta elettronica è stata a lungo ostacolata 
dalla  mancanza  di  compatibilità  tecnologica,  ossia  dall’assenza  di  una  matrice 
tecnologica comune ai diversi schemi. Gli strumenti di moneta elettronica emessi nel 
corso  degli  anni  Novanta  si  basavano  su  soluzioni  tecnologiche  non  in  grado  di 
dialogare: ogni schema di moneta elettronica funzionava esclusivamente con i suoi 
terminali  e  se  un’esercente  avesse  voluto  accettare  tutti  gli  schemi  in  circolazione 
avrebbe dovuto adottare più terminali. Peraltro, dal momento che tutti gli schemi erano 
in fase di lancio, era difficile individuare quale soluzione tecnologica avrebbe avuto 
maggiore probabilità di affermarsi nella selezione naturale del mercato. L’incertezza 
tecnologica  incideva  pertanto  negativamente  sulla  valutazione  degli  esercenti,  in 
quanto portava in sé il rischio di vanificare gli sforzi per aderire ad uno schema.
A partire dalla fine degli anni Novanta gli strumenti di moneta elettronica fecero un 
passo avanti  e,  difatti,  presentavano significative  differenze rispetto  a  quelli  che li 
hanno preceduti, sia dal punto di vista tecnologico sia dal punto di vista funzionale.
Innanzitutto, si rileva una più mirata focalizzazione ai bisogni degli utilizzatori finali 
mediante l’individuazione:
• di ambiti d’impiego ben determinati, come il pagamento presso i parchimetri, i 
telefoni pubblici, i mezzi di trasporto urbano, o l’utilizzo in internet per l’e-
commerce206;
206   Il caso di maggiore successo è rappresentato da Octopus, uno strumento card-based basato sulla tecnologia 
delle  contactless smart card e utilizzato a Hong Kong principalmente per la rete di trasporti locale. Presenta 
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 • di specifici segmenti di utilizzatori potenziali, quali i soggetti non bancarizzati, i 
minorenni,  i  turisti,  gli  immigrati  -  di  contesti  circoscritti  in  cui  la  moneta 
elettronica avrebbe potuto sostituire il  contante diventando l’unico mezzo di 
pagamento  accettato,  quali  ad  esempio  campus  universitari,  basi  militari  e 
imprese di grande dimensione207.
In  secondo  luogo,  gli  strumenti  di  seconda  generazione  hanno  saputo  perseguire 
efficacemente l’esigenza di raggiungere una massa critica di adesioni su almeno un 
lato della domanda:
• rispetto  agli  utilizzatori  finali,  incorporando  in  uno  strumento  ampiamente 
diffuso  tra  il  pubblico,  quale  la  carta  di  debito,  la  funzione  di  borsellino 
elettronico;
• rispetto  agli  esercenti,  sfruttando  le  medesime  infrastrutture  tecnologiche 
(terminali, procedure, circuiti) già utilizzate per le carte di credito o di debito e 
pertanto già diffuse su vasta scala208.
tuttavia altre modalità di utilizzo accessorie, quali: pagamenti presso parchimetri, catene di fast food, distributori 
automatici, telefoni pubblici, macchine fotocopiatrici, cinema, ecc. Alla fine dell’agosto 2003 il numero di carte 
in circolazione aveva raggiunto quota 9 milioni, a fronte dei 6,8 milioni di abitanti di Hong Kong, il valore delle 
transazioni effettuate giornalmente era mediamente superiore ai 6 milioni di Dollari, mentre il numero di esercizi 
che accettava la carta aveva raggiunto i 23.000. Cfr. Committee on Payment and Settlement Systems (CPSS),  
Survey  of  developments  in  electronic  money  and  Internet  and  mobile  payments,  Bank  for  International  
Settlements, March 2004.
207   Strumenti di moneta elettronica  card-based  basati su differenti piattaforme tecnologiche sono operativi 
negli  Stati  Uniti  presso  diversi  campus  universitari  e  basi  militari.  La  Gworld  Card  dell’università  George 
Washington ne costituisce un esempio. Queste carte consentono agli studenti di accedere a tutti i servizi della 
struttura universitaria: in qualità di documento identificativo e come borsellino elettronico per pagare gli acquisti 
presso i negozi ospitati nel campus, le consumazioni in mensa, il parcheggio, le fotocopie, i servizi dei club 
universitari. Cfr. BIS, Survey of developments in electronic money and Internet and Mobile Payments,March  
2004.
208   Secondo la regola “Honor all cards”, imposta dai gestori dei circuiti di carte di credito (VISA, MasterCard, 
Diners, American Express), gli esercenti che aderiscono ad un circuito di pagamento devono accettare qualsiasi  
tipo di carta recante il marchio del circuito medesimo. Ad esempio, un esercente che ha aderito al marchio VISA 
non può scegliere di accettare soltanto le carte gold, ma deve accettare tutte le categorie di carte di credito e di 
debito appartenenti allo stesso circuito. Con questa regola, i gestori dei circuiti hanno garantito alle proprie carte 
un’accettazione omogenea sul territorio. Con riferimento agli strumenti di moneta elettronica, in questo modo, il  
titolare di una carta prepagata può effettuare pagamenti presso tutti gli esercizi che espongono il marchio del  
circuito di pagamento impresso sulla plastic card. Cfr. D. Evans, R. Schmalensee, Paying with plastic, The MIT  
Press, 1999, p.119.
106 
 Non si  può comunque sottovalutare il  fatto che gli  strumenti  di  moneta elettronica 
evidenziano gli esiti più promettenti in presenza di iniziative di sistema, ad esempio 
promosse dall’intero sistema bancario, o in presenza di progetti lanciati da società di 
calibro  internazionale  già  affermate  nel  sistema dei  pagamenti,  come i  gestori  dei 
circuiti di carte di credito.
Sebbene la dimensione del progetto sia indubbiamente un fattore determinante per il 
successo di un’iniziativa di  moneta elettronica, in quanto conferisce allo strumento 
innovativo  le  potenzialità  per  raggiungere  una  massa  critica  di  domanda  in  tempi 
ragionevolmente brevi, non ne costituisce tuttavia una condizione sufficiente.
Quest’ultima infatti è legata alla presenza di un “business case”, ossia di un prodotto 
attrattivo.  Le  esperienze  fallimentari  di  molteplici  iniziative  di  moneta  elettronica 
lanciate nella prima metà degli anni Novanta da operatori di primaria importanza nel 
sistema dei pagamenti forniscono molti esempi in proposito209.
 
209   I  casi  più significativi  sono quelli  di  VisaCash e Mondex oggetto di  alcune iniziative pilota in Gran 
Bretagna e negli  Stati  Uniti  e  emessi  da importanti  gruppi bancari,  di  CyberCash emesso da VeriSign e di  
Minipay emesso in Italia da SSB in collaborazione con diversi istituti di credito. Cfr.: Committee on Payment 




ASPETTI GIURIDICI DELLA MONETA ELETTRONICA
1 - La natura giuridica della moneta elettronica
E' indubbio che i vantaggi offerti dall'e-money siano molteplici (può essere utilizzata 
per  piccoli  pagamenti,  assicura  semplicità  d'uso,  offre  costi  di  transazioni  irrisori, 
permette immediatezza dell'accredito), ma è altresì, necessario rilevare alcuni salienti 
questioni inerenti la natura giuridica della moneta elettronica che, nonostante sembri 
avviata verso la conquista della “accettabilità universale incondizionata, senza la quale 
nessuna merce o suo “simulacro” può assolvere la funzione di moneta”210,  secondo 
parte  della  dottrina211,  non  può  ritenersi  completamente  equiparabile  alla  moneta 
legale, bensì funzionare come semplice titolo di credito, diversamente dalla carta di 
pagamento (ad esempio Bancomat), che non presenta i requisiti della incorporazione 
del diritto nel titolo.
Il maggior conflitto al riconoscimento della moneta elettronica come moneta c.d. “di 
diritto” e alla quantificazione giuridica dei pagamenti telematici in tempo reale come 
atti  di  adempimento  delle  obbligazioni  pecuniarie  è  costituito  dall'interpretazione 
formalistica  o  riduttiva  dell'art.  1277,  comma  1.  c.c.,  che  costituisce  il  pilastro 
normativo  in  tema  di  disciplina  generale  delle  obbligazioni  nonché  passaggio 
obbligatorio per l'interpretazione di qualsiasi disposizione in materia di trasferimento 
di  denaro;  tale  norma,  infatti,  conferisce  esclusivamente  alla  moneta  c.d.  “legale” 
210   E' di questo avviso R.MORI, Essere Moneta, Roma, 1997, p.88. Per l'utente-consumatore che acquisti beni 
o servizi via Internet e che effettui il relativo pagamento con moneta elettronica è certamente fondamentale che 
quest'ultima  venga  riconosciuta  l'efficacia  liberatoria  e,  di  conseguenza,  che  non  gli  venga  richiesta  la 
reiterazione dello stesso pagamento.
211   Per una panoramica delle teorie sull'argomento si rinvia a C.SARZANA DI S.IPPOLITO-F.SARZANA DI 
S.IPPOLITO, Profili giuridici del commercio via Internet, Milano, 1999, p. 162.
108 
 l'attitudine ad estinguere l'obbligazione pecuniaria.
Occorre, pertanto, verificare se i caratteri che l'ordinamento italiano attribuisce a ciò 
che considera moneta “legale”, ossia l'efficacia solutoria e la non rifiutabilità (elementi 
al di fuori della moneta, non connaturati ad essa, ma conferiti ad essa dall'esterno, dal 
legislatore,  mediante il  succitato art.  1277 c.c),  possano essere attribuiti  anche alla 
moneta denominata “elettronica” o “digitale”.
Quanto alla  irrifiutabilità212,  una discussa interpretazione dell'art.  1277 c.c potrebbe 
condurre a negare alla moneta elettronica la qualifica di moneta di “diritto”213; tuttavia, 
il  d.  lgs.  21  novembre  2007,  n.  231,  ossia  la  nuova  disciplina  antiriciclaggio  in 
sostituzione  della  l.  197  del  1991,  assume  una  dirompente  portata  sotto  l'aspetto 
civilistico: l'art. 49, comma 1, vietando l'uso del denaro contante quando il valore da 
trasferire è complessivamente superiore ai 1000 euro, sancisce incontrovertibilmente il 
dovere del creditore di rifiutare un pagamento effettuato in contanti. Dunque, seppure 
limitatamente a quest'ipotesi determinata a priori, la moneta “legale” viene a perdere il 
suo carattere di “non rifiutabilità”, mentre, quasi per paradosso, è proprio la moneta 
212   L'irrifiutabilità è una delle peculiari caratteristiche della moneta legale , ossia di quella “avente corso legale  
nello Stato e nel tempo del pagamento” (art. 1277 cod. civ.) e, per tale ragione, è stata ritenuta il mezzo deputato 
ad estinguere l'obbligazione pecuniaria. “Corso legale” è l'attribuzione alla moneta della capacità di estinguere i  
debiti  pecuniari  in  base  al  suo  valore  nominale,  non  a  quello  del  metallo  con  cui  la  moneta  è  formata.  
L'irrifiutabilità  consegue  comunque  ad  altri  requisiti  “tecnici”  della  moneta,  quali  la  piene  e  completa 
trasferibilità, l'assenza di costi transazione, l'indeterminatezza ed invariabilità del suo valore facciale, l'inidoneità 
a  produrre  un  rendimento  a  vantaggio  del  portatore  ecc.  in  argomento  si  veda  L.  FARENGA,  La moneta 
bancaria,  Torino, 1997,  p.  1  ss.  L'importanza del  predicato di  irrifiutabilità  è stata,  in parte,  mitigata dalla  
normativa antiriciclaggio; su ciò si veda quanto scriveremo infra.
Un tentativo dottrinale di  erosione del  dogma dell'assoluta irrifiutabilità  della  moneta legale è  quello di  G.  
LEMME,  Moneta  scritturale  e  moneta  elettronica,  Torino,  2004,  passim,  poi  ribadito  in  La  rivoluzione 
copernicana della Cassazione, la moneta legale, dunque, non coincide con la moneta fisica, in Banca borsa tit.  
cred., 2008, II, p. 563. La tesi dell'autore è che in taluni casi – l'acquisto al bar di un caffè offrendo in pagamento 
un biglietto di 500 euro, esemplifica l'autore – la pretesa di pagamento del prezzo con moneta legale può essere 
legittimamente respinta. Questa considerazione serva all'autore per sviluppare l'interessante tesi della messa in 
crisi della necessaria equivalenza  tra moneta fisica e moneta legale: legale, e dunque irrifiutabile, sarebbe il tipo 
di  moneta  (fisica  o  bancaria)  più  consona  alle  specifiche  circostanze.  Il  discrimine  per  stabilire  quando  il 
pagamento è satisfattivo sarebbe il principio di buona fede nell'adempimento delle obbligazioni.
213   Da questo punto di vista è interessante citare la giurisprudenza della Corte di Cassazione che, affrontando  
un piccolo caso come quello della vendita di due papagallini negriti boliviani per la somma di 2 milioni di lire 
versati attraverso assegni circolari, ha ribadito il principio secondo il quale l'unico mezzo di estintivo del debito  
pecuniario  è  l'adozione  del  contante.  Questa  sentenza  è  molto  significativa  perchè  in  quella  fattispecie,  
complicata per il tipo di lite sviluppata attorno a questa compravendita, la Corte Suprema sostiene che il sistema  
non è cambiato, ribadendo che i debiti pecuniari si estinguono solo attraverso moneta legale.
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 elettronica  a  diventare  irrifiutabile,  determinando  un  trasferimento  “elettronico”  di 
fondi conforme alle disposizioni di cui la suddetta legge214; la disposizione apre una 
sostanziale  ed  effettiva  breccia  nel  tradizionale  concetto  giuridico  di  moneta,  così 
come desunto dall'interpretazione consueta  dell'art.  1277 c.c.:  appare incontestabile 
infatti  che,  segnatamente nelle transazioni  di  maggior  rilievo economico,  la  “vera” 
moneta legale è la moneta elettronica, diventata più “legale” del denaro contante.
Quanto all'efficacia solutoria,  che si  esprime attraverso la capacità di  estinguere le 
obbligazioni  pecuniarie,  la  succitata  norma,  stabilendo  che  i  debiti  pecuniari  si 
estinguono con moneta avente corso legale nello stato al tempo del pagamento e per il  
loro valore nominale, attribuisce questa efficacia esclusivamente alla moneta legale, 
espressione della  sovranità  monetaria  manifestata  dallo  Stato  attraverso l'attività  di 
emissione. Parlare di una vera e propria attività di emissione per la moneta elettronica 
sembra una forzatura.  A ben vedere,  infatti,  non si  ha emissione di  nuova moneta 
circolante, al contrario, si assiste ad un’emissione per così dire “virtuale”, vale a dire 
ad un procedimento di conversione - su base convenzionale - di altre forme di moneta 
in  impulsi  elettronici,  che  trae  origine  dal  rapporto  intercorrente  tra  utente  ed 
emittente.
Insomma, la moneta elettronica per certa dottrina non soddisfa il requisito solutorio 
richiesto  dall’art.  1227  c.c.,;  di  conseguenza,  il  pagamento  con  e-money potrebbe 
produrre  effetto  liberatorio  solo  con  il  consenso  del  creditore,  ex  art.  1197  c.c.,  
secondo cui il debitore non può liberarsi eseguendo una prestazione diversa da quella 
dovuta, salvo che il creditore vi consenta, oppure, conformemente a quanto disposto 
dall'art.  1281  c.c.,  mediante  una  legge  speciale  che  consenta  tale  diverso 
adempimento215.
La  divergenza  tra  le  suddette  disposizioni  è  invero  solo  apparente;  a  bilanciare  la 
214   Così S.MARTUCELLI, Obbligazioni pecuniarie e pagamento virtuale, Milano, 1998, p. 204.
215   In tal senso, C.SARZANA DI S.IPPOLITO-F.SARZANA DI S.IPPOLITO, Profili giuridici del commercio  
via Internet, Milano, 1999, p. 169.
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 situazione la giurisprudenza più recente richiama il dovere di correttezza di cui all'art. 
1175 c.c.216, impone al creditore di accettare il pagamento nella forma invalsa nella 
pratica  antecedente  e  costante  tra  le  parti  o  nella  prassi  d'affari  cui  si  ricollega  il 
rapporto contrattuale tra debitore e creditore, dovendo quest'ultimo altrimenti motivare 
l'eventuale  rifiuto  sulla  base  di  specifici  motivi.  Appare  logico  dedurre  che,  dalle 
conclusioni  formulate  nelle  pronunce  qui  richiamate,  il  pagamento  elettronico  può 
considerarsi  estintivo  dell'obbligazione  pecuniaria,  qualora  vi  sia  il  consenso  del 
creditore o sussistano circostanze citate.
In realtà, nel contesto specifico del commercio elettronico la prassi costante vuole che 
sia lo stesso creditore a proporre la moneta elettronica quale mezzo di pagamento: in 
questo caso, dunque, il pagamento informatico, in quanto espressamente richiesto, non 
costituisce  prestazione  diversa  da  quella  dovuta,  bensì  costituisce  esso  stesso  un 
pagamento satisfattivo della prestazione; l'adesione ad un nuovo sistema elettronico di 
trasferimento di fondi, ovvero l'accettazione dell'accredito, rende implicito il consenso.
Al contempo, tuttavia, parte della dottrina217, identificando la moneta “elettronica” con 
quella “bancaria”, la ritiene, in quanto semplice moneta “fiduciaria”, sprovvista del 
“potere  legale”  di  estinguere  le  obbligazioni  pecuniarie,  nonostante  le  evidenti 
analogie funzionali con la moneta legale; dunque, secondo tale tesi, l'accettazione di e-
money rimane rimessa alla fiducia degli utenti e dipenderà dal grado di diffusione e di 
accettabilità della stessa.
Ammettendo  che,  in  virtù  dell'attuale  assenza  di  una  norma  legislativa  che 
espressamente lo preveda nel nostro ordinamento, un trasferimento elettronico di fondi 
non può avere la stessa efficacia liberatoria delle moneta legale218,  la differenza tra 
216   Ai sensi di tale articolo, se vi sono delle prassi commerciali tra operatori in forza delle quali il pagamento  
avviene sempre effettuato mediante moneta elettronica, non è corretto il comportamento del creditore che rifiuta, 
senza alcun giustificato motivo, tale modalità di pagamento, perchè, in tal caso, viola il principio di buona fede e 
correttezza nell'adempimento delle obbligazioni (cfr. F.BUFFA, Moneta digitale, cit., p. 152).
217   Di tale avviso è F.LANFRANCHI, Problemi giuridici, cit., p. 123.
218   Tuttavia, R.D'ORAZIO-V.ZENO ZENCOVICH,  Profili di responsabilità contrattuale e aquiliana nella  
fornitura di servizi telematici, in Dir. Inf., 1990, p. 448, sostengono che l'immediatezza dell'effetto estintivo non 
deve indurre a ritenere semplicisticamente che i trasferimenti elettronici di fondi non siano altro che un moderno 
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 quest'ultima e la moneta elettronica si attenua, nella sostanza, poiché sia il consenso, di 
cui all'art. 1197 c.c. sia l'indicazione del destinatario, di cui all'art. 1188 c.c., possono 
essere  impliciti  e  taciti;  con  riferimento  a  quest'ultima  norma,  il  problema 
dell'effettuazione  del  pagamento  nelle  mani  di  chi  è  legittimato  a  riceverlo  è 
generalmente risolto, nella prassi, mediante l'indicazione da parte del creditore delle 
modalità  di  adempimento  della  prestazione,  comprensive  delle  indicazioni  relative 
all'effettuazione del pagamento.
Determinante ai fini della piena equivalenza tra moneta legale ed elettronica emerge il 
“dato” in  base  al  quale  l'operazione solutoria  cui  dà  luogo quest'ultima è posta  in 
essere “in tempo reale”: essa, infatti, comincia e finisce nel medesimo istante, poiché 
quando  il  debitore  immette  l'ordine  nel  circuito  elettronico,  lo  stesso  viene 
contestualmente eseguito mediante il trasferimento di disponibilità monetarie dal conto 
del  debitore  a  quello  del  creditore,  proprio  come accade nel  pagamento  in  denaro 
contante, dove inizio e fine coincidono nel moneto stesso in cui il debitore consegna 
nelle mani del creditore i prezzi monetari. Può, dunque, prospettarsi con certezza che 
un nuovo strumento di pagamento (l'e-cash) è capace di sostituire perfettamente la 
moneta  legale  nella  sua  funzione  di  veicolo  di  circolazione  della  ricchezza:  la 
movimentazione  di  fondi  relativa  alle  quotidiane  transazioni  avviene  mediante  lo 
spostamento di virtuali disponibilità monetarie sotto forma di impulsi elettronici, e, di 
conseguenza,  il  creditore,  beneficiario  del  trasferimento  telematico,  avvenuto 
l'accreditamento, non ha bisogno di attendere un'ulteriore fase della vicenda solutoria; 
il  “buon  fine”  dell'operazione  è  già  avvenuto  ed  egli  non  ha  alcuna  necessità  di 
convertire  la  moneta  “elettronica”  in  moneta  “legale”,  consapevole  di  poterla 
“rispendere”, proprio in quanto tale.
Le  considerazioni  appena  svolte  consentono  l'accostamento  de  facto della  moneta 
“elettronica” alla moneta “legale”, sia sotto il profilo dell'efficacia solutoria, sia sotto 
quello della non rifiutabilità: si può fondatamente sostenere che il pagamento mediante 
modo di adempimento delle obbligazioni, dovendosi piuttosto verificare se l'attribuzione patrimoniale acquisti  
autonoma rilevanza o non sia altro che il risultato finale, “la conseguenza normale, del contenuto dell'obbligo”.
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 e-money realizza  pienamente e definitivamente  l'interesse  del  creditore  e ,  dunque, 
anche  alla  datio di  moneta  elettronica  va  riconosciuta,  seppure  tuttora 
convenzionalmente,  la  capacità  estintiva  dell'obbligazione  pecuniaria,  pari  a  quella 
riferibile alla datio di moneta legale.
Ai fini della piena equipollenza, altresì, appare necessario considerare la nuova moneta 
come estrinsecazione di un “valore” della moneta fisica; di conseguenza, è doveroso 
reinterpretare  l'art.  1277  c.c.,  conferendo  ad  un  sistema  diverso  da  quello  legale 
“egual” valore adempitivo.
1.1  -  Moneta  elettronica,  moneta  legale  e  moneta  scritturale:  differenze  e  profili  
ricostruttivi dell'istituto.
Dall'esegi svolta emerge, dunque, come gli strumenti di pagamento riconducibili alla 
nozione di moneta elettronica descritti precedentemente si distinguono dagli altri, sia 
dalla moneta legale che da quella bancaria (o scritturale che dir si voglia), in virtù di 
specifiche ed autonome caratteristiche.
Va preliminarmente ricordato che lo stesso termine “moneta” è di difficile definizione, 
come è stato costantemente rilevato dalla letteratura che si è occupata dell'argomento. 
L'ambiguità è propria della polisemia del termine moneta, che indica allo stesso tempo 
l'unità di misura e il mezzo di estinzione dell'obbligazione pecuniaria219.
In primis, la moneta elettronica si differenzia da quella legale non solo perchè la sua 
accettazione come mezzo per estinguere obbligazioni pecuniarie è (per il momento) 
rimessa  ad  una  libera  scelta  del  creditore;  ma  anche,  e  soprattutto,  perchè  la  sua 
“validità” - qui intesa come durata dell'obbligo di rimborso assunto dall'emittente - può 
219   Cfr.  in  particolare  INIZIATARI,  La  moneta,  in  trattato  di  diritto  commerciale  e  diritto  pubblico  
dell'economia,  diretto da GALGANO, vol II,  Cedam, Padova,  1983; DE VECCHIS,  Moneta e carte valori  
(profili generali e diritto privato) in  Enc. Giur. Treccani e INIZIATARI,  Moneta, in  Digesto delle discipline  
Privatistiche, Sezione civile, vol. XI, Utet, 1994.
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 essere  talora  (anche  se  non  necessariamente)  sottoposta  a  condizioni  e  limiti 
sconosciuti, o comunque incompatibili, con la funzione attribuita alla moneta legale.
Un  altro  aspetto  che  segna  divergenze  tra  la  moneta  elettronica  e  la  moneta 
tradizionale è che la prima esprime unità di valori monetari, che rappresentano una 
ragione  di  credito  nei  confronti  dell'emittente,  a  cui  può  sempre  chiedersi  la 
conversione in moneta tradizione (dollari, euro, ecc)220.
Non è stata accolta in sede comunitaria la proposta di attribuire alla moneta elettronica 
le seguenti caratteristiche: unità di valore conservata su un supporto elettronico (quale 
una  smart  card ovvero  la  memoria  di  un  computer),  accettata  come  mezzo  di 
pagamento e prodotta per essere utilizzata come sostituto elettronico delle monete e 
dei biglietti di banca.
L'art.  1  della  direttiva  europea  2000/46/CE del  18  settembre  2000,  nel  definire  la 
moneta  elettronica  contiene  un  esplicito  riferimento  a  un  valore  monetario  che 
rappresenta un credito verso l'emittente (nonché - come ulteriori requisiti - il fatto che 
sia contenuto in un dispositivo elettronico ed emesso dietro ricezione di fondi, il cui 
valore non può non essere inferiore al valore monetario di emissioni e sia accettato 
come mezzo di pagamento).
Questa definizione non rinnega che la moneta elettronica sia un valore monetario, ma 
il compromesso è palese laddove si fa riferimento al fatto che rappresenta un credito 
verso l'emittente: il  possessore di moneta elettronica ha sempre il  diritto di esigere 
dall'emittente il rimborso con accredito sul conto o il pagamento in contanti.
Ciò  porta  ad  affermare  che,  in  senso  stretto  –  nonostante  il  compromesso  ben 
sintetizzato nel quinto considerando della direttiva 2000/28/CE “la rimborsabilità della 
moneta elettronica è necessaria per assicurare la fiducia del detentore” -, la moneta 
220   Il rimborso è nominale: regola, che deroga al principio di produzione degli interessi. Questa deroga viene  
giustificata  con la  ragione che,  altrimenti,  l'istituto diventerebbe un istituto depositante  e  la  relativa attività 
sarebbe preclusa a soggetti non bancari. Certo è un sacrificio degli utenti, che non pare giustificabile con la  
predetta ragione. Sui tentativi  – basati  proprio sul  rilievo che essa rappresenta una ragione di  credito verso 
l'emittente – di ravvisare nella moneta elettronica un titolo di credito dematerializzato e sulla loro confutazione v.  
OLIVIERI, Appunti sulla moneta elettronica, cit., p. 813. In tema anche PERRONE, La nuova disciplina, cit., p. 
581.
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 elettronica non assume un carattere pienamente fiduciario (e quindi non possa ritenersi 
vera e propria moneta): le unità di valore monetario che essa rappresentano sono, sul 
piano giuridico, un credito che può farsi valere nei confronti di chi l'ha emessa.
Invero, come detto precedentemente, non sembra che tale aspetto possa inficiare ogni 
assimilazione  alla  moneta  tradizionale,  in  quanto  la  garanzia  di  rimborso  ha 
essenzialmente una rilevanza pubblicistica e si spiega con la necessità di evitare, sul 
piano della politica monetaria, che l'emissione di moneta elettronica causi alterazioni 
della massa monetaria.
Forse ancora più rilevanti e distintivi sono le differenze che caratterizzano la moneta 
elettronica rispetto agli strumenti di pagamento basati sull'utilizzo e sulla circolazione 
di moneta bancaria (o scritturale).
Mentre quest'ultimi necessitano la presenza di  una intermediazione che tipicamente 
(anche  se  non  obbligatoriamente)  si  risolve  nell'annotazione  in  conto  degli  effetti 
derivanti  dall'atto  di  disposizione  del  solvens,  gli  strumenti  che  rientrano  nella 
definizione  di  “moneta  elettronica”  sembrano  progettati  per  consentire  forme  di 
pagamento dirette e non intermediate che prescindono dall'esistenza di un rapporto di 
conto corrente bancario221 e comunque non si risolvono in un'annotazione in conto. Il 
pagamento avviene nel momento in cui il  debitore trasferisce la moneta virtuale al 
creditore indipendentemente dall'iscrizione della posta attiva sul suo conto222.
In  questa  prospettiva,  si  afferma  che  una  moneta  elettronica  in  senso  proprio  è 
configurabile  solo se  vi  è  natura  fiduciaria  e  non scritturale223:  se  cioè,  la  moneta 
elettronica  non circola  da  conto  a  conto,  ma da supporto  a  supporto,  senza  dover 
221   E v., ex multis, D'ORAZIO, voce Moneta elettronica, in Digesto IV ed, Disc. Pubbl., Agg., Torino, 2005, p. 
456; CASTALDO, E-money profili penali, p. 147, che esclude la moneta elettronica dal novero degli “strumenti  
di pagamento mediante accesso a distanza”.
 
222   Cfr. BLANLUET, La monnaie èletronique, cit., p. 128, 129 ss., che, con riferimento all'esperienza francese, 
fa scaturire la liberazione del debitore della “remise d'unitès èlecronique”.
223   La dottrina francese usa distinguere una monnaie èlectronique scripturale, che non è una vera e propria 
moneta, in quanto sostanzialmente analoga in un ordine di virement, da una monnaie èlectronique fiduciarie: cfr. 
BRUGUIERE, Qu'est que monnaie?, J.C.P., ed. ent., 2001, p. 1905 e 1908.
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 necessariamente confluire  in un conto per  produrre la  liberazione del  debitore  con 
l'estinzione dell'obbligazione (pecuniaria).
Tuttavia, anche quando l'uso di moneta elettronica sia contrattualmente ricollegabile ad 
un contratto  di  conto corrente,  il  servizio di  cui  si  discute  mantiene caratteristiche 
autonome  che  lo  distinguono  da  altri,  come  il  bonifico  o  le  carte  di  debito, 
tradizionalmente basati sull'impiego di moneta scritturale.
Nel pagamento realizzato con moneta elettronica, a ben vedere, la banca dell'ordinante 
non s'interpone tra il  solvens e l'accipiens224 per realizzare il trasferimento dei fondi 
dall'uno all'altro, ma opera a “a monte” ed “a valle” dell'atto solutorio, garantendo la 
convertibilità  prima,  e  la  rimborsabilità  poi,  della  moneta  elettronica225.  Una  volta 
immessa  nel  circuito  dei  pagamenti  la  moneta  elettronica  è  idonea  a  circolare 
liberamente, senza il sostegno d' intermediari, tra un numero potenzialmente illimitato 
di utilizzatori e , particolare non trascurabile, in modo tendenzialmente autonomo.
In  conclusione  la  moneta  elettronica  più  che  alla  moneta  bancaria  essa  si  direbbe 
dunque  assimilabile,  sotto  questo  profilo,  al  denaro  contante226,  di  cui  rappresenta 
appunto “un surrogato elettronico”227.
224   A queste condizioni può ben condividersi la conclusione di OLIVIERI, Appunti sulla moneta elettronica, 
cit., p. 814 – a cui aderisce anche PERRONE, La nuova disciplina, cit., p. 579, secondo cui “il pagamento in 
moneta elettronica, al pari di quello effettuato in moneta legale ed a differenza di quello realizzato con moneta  
bancaria o scritturale, si realizza nel momento in cui (e per il solo fatto che) l'accipiens accetti di ricevere ed 
effettivamente riceva dal solvens unità di moneta elettronica”.
225   A tali funzioni si aggiunge poi, in alcuni sistemi – come ad esempio  Digi-Cash – quella di garantire la 
“genuinità” e la “spendibilità” della moneta elettronica. 
226   Nell'esperienza francese, per ragioni legate alla sicurezza ed alla sorveglianza sul suo funzionamento da 
parte  delle  autorità  monetarie  la  moneta  elettronica  ricevuta  dal  creditore  non  può  successivamente  essere 
utilizzata per effettuare pagamenti, ma deve essere depositata presso la sua banca. Si assiste, nell'ordinamento  
francese, ad una circolazione limitata , che conduce solo a una assimilazione parziale alla moneta tradizionale.
227   Così  il  Considerando n.  3 della direttiva 2000/46/CE.  Per  uno spunto in  tal  senso v.  OLIVIERI,  La 
rilevanza del tempo nei sistemi dei pagamenti, cit., p. 172; ID., Appunti sulla moneta elettronica, cit., p. 814.
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 2 - Le direttive comunitaria in materia della moneta elettronica
Nel quadro che si è delineato, si situano ora le direttive sulla moneta elettronica: esse 
non solo hanno riservato l'emissione di e-money alle banche e ad appositi istituti, ma 
hanno altresì modificato la nozione di ente creditizio precedentemente fatta propria 
dalla normativa comunitaria.
Di  seguito si  dà  conto dei  principali  contenuti,  obiettivi  e  motivazioni  sottese  alle 
scelte operate dal legislatore comunitario nella disciplina dei soggetti  che emettono 
moneta  elettronica;  verrà  inoltre  fornita  una  breve  disamina  delle  modifiche 
intervenute  nei  singoli  ordinamenti  nazionali  in  occasione  del  recepimento  delle 
direttive  e degli  impatti  che queste  hanno avuto sulla  relativa  definizione di  “ente 
creditizio”.
La  legislazione  comunitaria  sugli  istituti  di  moneta  elettronica  si  compone  di  due 
distinti  interventi.  Da  un  lato,  la  direttiva  2000/46/CE228 del  18  settembre  2000 
riguardante  l'avvio,  l'esercizio  e  la  vigilanza  prudenziale  dell'attività  degli  istituti, 
diversi  dalle  banche,  che  emettono  moneta  elettronica;  dall'altro  la  direttiva 
2000/28/CE229, recante la medesima data, che modifica la definizione di ente creditizio 
contenuta nella c.d. direttiva “Consolidata banche” (direttiva 2000/12/CE del 20 marzo 
2000) al fine di includere gli IMEL nella categoria degli enti creditizi.
Le direttive costituiscono il punto di arrivo di un processo normativo avviato alla metà 
degli anni '90 e testimoniato dalle numerose iniziative di studio, di analisi, di indirizzo 
normativo, connesse al tema dell'e-money230.
228  Per  una  lettura  integrale  del  testo  consultare  http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?
uri=OJ:L:2000:275:0039:0043:IT:PDF.
229   V. http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=OJ:L:2000:275:0037:0038:IT:PDF.
230   Già a partire dal  1993 le banche centrali della UE avevano avviato studi sul fenomeno della moneta  
elettronica, all'epoca circoscritto alle sole carte prepagate. I risultati di queste analisi erano stati pubblicati sotto 
l'egida dell'IME nel maggio del 1994, cfr. Istituto Monetario Europeo (1994). Dal 1993 si è assistito non solo ad 
una  significativa  crescita  delle  iniziative  di  emissione  di  carte  prepagate  multi-uso,  ma  anche  a  un  primo 
sviluppo del cd.  software money; al fine di approfondire gli studi già compiuti e estendere l'indagine a questi  
ultimi tipi di moneta elettronica, l'IME aveva condotto una nuova ricerca nel 1997, pubblicata in allegato al 
Rapporto Annuale dello stesso anno. A questa iniziativa è seguito, nel 1998, il Rapporto sulla moneta elettronica  
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 L'excursus  che ha portato all'adozione delle due direttive e le scelte che ivi vengono 
operate mostrano l'attenzione del legislatore comunitario (e degli altri organismi che, a 
vario  titolo,  hanno  contribuito  a  tale  processo)  verso  alcuni  temi  cruciali,  che 
riguardano  la  scelta  dei  soggetti  che  possono  emetterla,  la  relativa  disciplina, 
l'estensione del passaporto europeo.
della BCE, dove venivano messe in luce le implicazioni per la politica monetaria, il sistema dei pagamenti, la  
stabilità del sistema finanziario, la tutela del pubblico derivanti dalla diffusione dell'e-money e le conseguenti 
ricadute regolamentari. Il rapporto individuava, tra l'altro, alcuni requisiti ritenuti minimi per la disciplina del  
fenomeno che avrebbero condizionato in modo significativo i successivi sviluppi nella regolamentazione degli 
emittenti moneta elettronica (e in particolare il contenuto delle direttive comunitarie in materia). In particolare, 
venivano indicati i seguenti requisiti:
− gli emittenti devono essere soggetti a vigilanza prudenziale;
− i diritti e gli obblighi inerenti alle parti devono essere chiaramente definiti e resi noti; tali norme devono inoltre 
essere applicabili in tutti i paesi membri;
− gli schemi di moneta elettronica devono avere adeguate misure di protezione sul piano tecnico, organizzativo e 
procedurale per prevenire, contenere e individuare minacce alla sicurezza degli schemi stessi, in particolare  
per ciò che concerne il pericolo di contraffazioni;
− la progettazione e l'attuazione di schemi di moneta elettronica devono rispondere alla necessità di protezione  
contro usi illeciti, come il riciclaggio;
− gli schemi di moneta elettronica devono fornire alla Banca centrale ogni informazione, compresa quella a fini 
statistici, richiesta a fini di politica monetaria;
−  gli  emittenti  moneta  elettronica  devono  essere  legalmente  obbligati  a  rimborsarla  al  valore  nominale  su 
richiesta dell'utilizzatore;
− deve essere reso possibile per la BCE di imporre obblighi di riserva a tutti gli emittenti.
Sempre a livello internazionale, nel 1995 i Governatori della Banche Centrali dei paesi costituenti il Gruppo dei  
dieci  (G-10)  avevano  commissionato  al  Comitato  sui  sistemi  di  pagamento  e  regolamento  (Committee  on 
payment and settlement systems) uno studio su temi specifici connessi con la moneta elettronica, quali ad es.  
l'impatto  sulla  politica  monetaria,  sulla  tutela  dei  consumatori,  sui  sistemi  di  pagamento;  i  due  rapporti,  
pubblicati nel 1996 (cfr. Banca dei Regolamenti internazionali (1996a) eBanca dei Regolamenti internazionali 
(1996b) offrono una ricognizione dei rischi insiti nell'utilizzo dell'emoney e delle possibili misure di tutela. Gli  
interventi normativi dell'Unione Europea nel campo della moneta elettronica, in parte connessi al contemporaneo 
emergere di istanze legislative nel settore del commercio elettronico, risalgono al 1997.
La Comunicazione della Commissione UE 97/157/CE, intitolata "Un'iniziativa europea in materia di commercio 
elettronico"  attribuiva  importanza  fondamentale,  per  lo  sviluppo del  commercio  elettronico,alla  presenza  di 
sistemi di pagamento elettronici validi, di agevole impiego, efficaci e sicuri. La Raccomandazione 97/489/CE e 
la Comunicazione 97/353/CE - entrambe della Commissione UE, affrontavano direttamente il tema della moneta 
elettronica sotto il  profilo della fiducia da parte del suo utilizzatore e definivano regole minime attinenti gli  
obblighi  e  le  responsabilità  dell'emittente strumenti  di  pagamento elettronici.  Obiettivo di  tali  interventi  era 
quello di promuovere una disciplina specifica in materia di pagamenti elettronici da parte degli Stati membri,  
attraverso una normativa generale sull'e-money che assicurasse la necessaria trasparenza, prevenisse le frodi e in 
questo modo garantisse la fiducia del pubblico.
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 2.1 - I soggetti abilitati a emettere moneta elettronica e la loro disciplina
La già  menzionata  direttiva  2000/46/CE,  integrata  dalle  disposizioni  previste  dalla 
direttiva 2000/28/CE, è il caposaldo nella disciplina dei soggetti abilitati a emettere 
moneta elettronica.
Tale  materia  nasce dalla  consapevolezza del  legislatore sulle possibili  conseguenze 
sull'andamento della politica monetaria dovute allo sviluppo ed alla sempre maggior 
diffusione  degli  strumenti  di  pagamento  elettronici,  in  particolare  della  moneta 
elettronica, congiuntamente alla sempre più avvertita necessità di garantire la stabilità 
del sistema finanziario ed il corretto funzionamento del sistema dei pagamenti.
A testimonianza della  già  presente  sensibilità  riguardo al  fenomeno dei  pagamenti 
telematici  e  dei  suoi  effetti  ci  furono  numerose  iniziative  da  parte  delle  autorità 
comunitarie;  nell'agosto  1996 fu  emesso  dal  comitato  sui  Sistemi  di  Pagamento  e 
Regolamento, su commissione dei Governatori delle Banche Centrali appartenenti al 
c.d. Gruppo dei Dieci (G-10), un report sulla sicurezza della moneta elettronica, avente 
ad oggetto l'analisi dell'impatto di questo nuovo strumento di pagamento su tre profili: 
la politica monetaria,  la tutela dei consumatori e i  sistemi di pagamento231.  Inoltre, 
l'anno successivo, nel 1997, l'allora Commissione Europea ha emanato, da un lato, la 
Comunicazione 97/157/CE, rubricata “Un iniziativa Europea in materia di commercio 
elettronico”,  che si  è posta come finalità  ultima di  incoraggiare la  crescita dell'  e-
commerce232 attraverso la creazione di “sistemi elettronici validi, di agevole impiego, 
efficaci e sicuri”233; dall'altro, la Raccomandazione 1997/489/CE del 30 luglio 1997, 
esaminando e studiando le relazioni tra gli  emittenti ed i  titolari degli strumenti di 
231   V. F.  SARZANA DI S.IPPOLITO, Profili  giuridici dei pagamenti  elettronici,  in C. SARZANA DI S. 
IPPOLITO- F.SARZANA DI S.IPPOLITO, op. cit., p.165.
232   Tale fenomeno è attentamente analizzato sa S. SICA, Commercio elettronico e categorie civilistiche: un  
introduzione, in S. SICA e P.STANZIONE (a cura di), Commercio elettronico e categorie civilistiche, cit., p. 4 
ss.
233   Cfr. E. TOSI (a cura di), Il codice del diritto dell'informatica e di Internet, Piacenza, 2000, p. 610.
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 pagamento elettronico, ha dettato le norme minime sugli obblighi e sulle responsabilità 
degli stessi, aggiornando la Raccomandazione 88/590/CEE - che concerneva i sistemi 
di pagamento, con riguardo al “rapporto tra il proprietario della carta e l'emittente” 
della medesima -234.
Prima  delle  direttive  comunitarie  sopra  indicate  (2000/28/CE  e  2000/46/CE)  è 
doveroso ricordare che negli anni Novanta l’Istituto Monetario Europeo235 (IME) si era 
espresso nel senso di ritenere opportuno riconoscere soltanto alle banche (c.d.  credit  
institutions) la capacità di emettere moneta elettronica e, in particolare, carte prepagate 
multiuso236 (c.d.  multi-purpose smart cards).  Inoltre vi era la speranza che gli Stati 
membri  della  Comunità  si  adoperassero  al  fine  di  predisporre  adeguate  previsioni 
normative nei singoli ordinamenti interni237. 
Il  legislatore  nel  formulare  la  materia  si  è  trovato  di  fronte  all'arduo  compito  di 
bilanciare  due  necessità  opposte:  da  una  parte,  infatti,  era  sempre  più  avvertita 
l’esigenza di limitare le categorie dei soggetti abilitati ad emettere moneta elettronica 
in ragione delle possibili  difficoltà,  soprattutto da un punto di  vista regolamentare, 
derivanti dal dover disciplinare nuove tipologie di intermediari, prevedendo per essi 
una disciplina ad hoc.
Dall’altra,  si  rilevava  però  come una  simile  limitazione  avrebbe  potuto  influire  in 
maniera negativa sul livello di concorrenzialità nel mercato dei sistemi di pagamento, 
234   Così, G.FINOCCHIARO, Il problema dei mezzi di pagamento, in E.TOSI (a cura di), I problemi giuridici  
di Internet, cit., p. 118.
235   L' Istituto Monetario Europeo nella sua decisione di circoscrivere alle sole banche l'attività di emissione di  
moneta elettronica si basò sul principio di pensiero degli ordinamenti di civil law, dove l'attività in oggetto era di 
pertinenza esclusiva delle  banche.  A questo orientamento si  contrapponeva la scuola di  pensiero diffusa nei 
sistemi anglossassoni  secondo cui la  moneta elettronica dovrebbe essere offerta in concorrenza da operatori 
finanziari e non al fine di favorire l'innovazione e la diffusione prodotto. Per il confronto tra le due scuole di 
pensiero si rinvia a P.VALENTE-F. ROCCATAGLIATA,  Aspetti giuridici e fiscali del commercio elettronico,  
Roma, 1999, p. 52.
236   Tale opzione si fondava su ragioni connesse ad una corretta conduzione delle politiche monetarie ed 
esigenze di stabilità finanziaria (cfr. EMI, Report to the Council of the European Monetary Institute on Prepaid 
Card, Francoforte sul Meno, 1994).
237   Cfr. IME,  Report to the Council of the European Monetary Institute on Prepaid Cards , Francoforte sul 
Meno , 1994.
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 condizionandone negativamente l’innovazione e lo sviluppo.
Le  due  istanze  contrapposte  –  limitare  questa  attività  alle  sole  banche  oppure 
consentire  anche  ad  altri  soggetti  l'emissione  di  moneta  elettronica  –  sono  state 
contemperate  in  un quadro normativo che riconosce anche a soggetti  diversi  dalle 
banche la  capacità  di  emettere  moneta  elettronica  con la  direttiva  2000/46/CE che 
definisce, ai sensi e per gli effetti della direttiva stessa, gli Istituti di emissione della 
moneta elettronica (c.d. IMEL) come “qualsiasi impresa238 o altra persona giuridica 
diversa dagli enti creditizi di cui all’articolo 1, punto 1, primo comma, lettera a), della  
direttiva  2000/12/CE,  che  emetta  mezzi  di  pagamento  in  forma  di  moneta 
elettronica.”(art. 1, lett. b)239.
La formulazione è volutamente molto ampia. Il riferimento alle “persone giuridiche” 
nella sopracitata nozione implica, infatti, la volontà di far rientrare nella categoria di 
IMEL anche soggetti i quali, in ragione di particolari caratteristiche, non potrebbero 
essere  ricompresi  nella  concezione  comunitaria  di  impresa240:  viene  allargata  la 
definizione di ente creditizio e si affiancano alle banche gli istituti e cioè i soggetti che,  
da  un  lato,  non  possono  erogare  crediti  alla  clientela  e,  dall’altro,  (se  convertono 
immediatamente i fondi percepiti in moneta elettronica) non svolgono, ai sensi della 
direttiva, attività di raccolta. 
Questa scelta di ampliare il novero dei soggetti ammessi all’esercizio dell’attività di 
emissione di moneta elettronica, frutto di un lungo dibattito241, è stata favorita dalla 
238   Il riferimento all’ ”impresa” non era presente nella formulazione originaria della proposta di direttiva, ma è 
stato introdotto con un emendamento dal Parlamento Europeo (cfr. emendamento n. 14 in G.U.C.E. Del 30 luglio 
1999, serie C, n. 219, p. 415). In proposito va inoltre rilevato come la qualificazione dell’IMEL in termini di  
“impresa”  debba  essere  ricondotta,  secondo  alcuni,  “all’urgenza  di  tranquillizzarsi  con  una  espressione 
tendenzialmente onnicomprensiva di ogni fenomeno non bancario di emissione di moneta elettronica” piuttosto 
che “alla volontà di comprendere nella nozione di  istituto di moneta elettronica anche soggetti diversi  dalle 
imprese”. Così DESIDERIO, L’attività bancaria, Milano, 2004, p.26.
239   La lettera della norma è sostanzialmente riprodotta dall’art. 1, secondo comma, lett. H-bis del T.U.B., il  
quale  definisce  gli  istituti  di  moneta  elettronica  come “quelle  imprese,  diverse  dalle  banche,  che  emettono 
moneta elettronica”.
240     In questo senso V.TROIANO, Gli istituti di moneta elettronica, cit., p. 19.
 
241   Si  veda, in particolare,  Istituto Monetario Europeo(1994),  Banca Centrale Europea (1998),  Banca dei  
regolamenti internazionali (1996).
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 presenza  negli  Stati  membri242 dove  l'attività  d'emissione  di  e-money risultava  già 
svolta da enti non bancari, che talvolta si occupavano unicamente dell'emissione di 
moneta  elettronica,  e  pertanto  proprio  per  il  contenuto  dell’attività  esercitata,  non 
rientravano  nella  nozione  comunitaria  di  enti  creditizi  ai  sensi  della  direttiva 
2000/12/CE,  e,  spesso,  neppure  nella  corrispondente  definizione  del  relativo 
ordinamento nazionale.
La ratio delle direttive è quella di conciliare in maniera per quanto possibile uniforme 
l’esigenza di disciplinare l’attività di emissione dei soggetti abilitati - banche ed istituti 
-  con  quella  di  non  imporre  una  struttura  di  mercato  della  moneta  elettronica 
eccessivamente  rigida  sotto  il  profilo  dell’offerta,  tenuto  conto  delle  singole  realtà 
nazionali. Alla base della specifica regolamentazione giuridica dell’attività degli IMEL 
vi  è  la  finalità  del  “lo  sviluppo  di  tutte  le  potenzialità  positive  della  moneta 
elettronica”.
A proposito,  è  di  conto  osservare  come  la  disciplina  dettata  per  gli  IMEL appaia 
significativamente meno articolata e complessa rispetto a quella prevista per le banche. 
Tale regime semplificato si spiega in ragione delle limitazioni che gli istituti di moneta 
elettronica incontrano,  nel  proprio ambito di  operatività,  sia  per  quanto riguarda il 
novero  di  attività  esercitabili,  sia  con  riferimento  alle  preclusioni  in  tema  di 
investimenti e partecipazioni detenibili243.
242   In Gran Bretagna nella seconda metà degli anni Novanta si verificò un'inarrestabile diffusione dei c.d.  
IMEL (istituiti  emittenti moneta elettronica) riconosciuti da un Paese autonomo sotto il profilo della politica  
monetaria rispetto agli altri stati membri; questi istituti avevano richiesto, e stavano per ottenere da parte delle  
Autorità  Britanniche, il  potere di  “battere” moneta elettronica.  Difronte a  questa preoccupante eventualità il 
legislatore comunitario ha sentito l'esigenza di dare una risposta e di tentare di disciplinare, in modo omogeneo  
rispetto la normativa già emanata per gli enti creditizi , anche gli istituiti di moneta elettronica- si trova conferma 
di questo dato nei documenti emanati tra il 1998 e 1999 dalla Banca Centrale Europea (così da PACILEO P., La 
disciplina  della  moneta  elettronica  a  seguito  del  recepimento  delle  Direttive  2000/46/CE  e  2000/28/CE  
nell'ordinamento italiano,in Dir. Inf., 2005, p. 311).
 
243   In proposito, si ricordi quanto previsto dal Considerando n. 7 della direttiva 2000/46/CE, il quale sottolinea 
come “ l’introduzione  di  un sistema di  vigilanza  prudenziale separato per  gli  istituti  di  moneta elettronica,  
distinto dal sistema di vigilanza prudenziale applicato per gli altri enti creditizi, pur se calibrato sul medesimo e, 
in  particolare,  sulla  direttiva  2000/12/CE fatta  eccezione  per  il  titolo  V,  capi  2  e  3,  appare  giustificata  ed 
auspicabile in quanto l’emissione di moneta elettronica, per la sua particolare natura di surrogato elettronico di  
monete metalliche o banconote, non costituisce in sé attività di raccolta di depositi a norma dell’art. 3 della 
direttiva 2000/12/CE, se i fondi ricevuti sono convertiti immediatamente in moneta elettronica”.
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 In  altre  parole,  il  legislatore  comunitario,  nel  dettare  la  disciplina  degli  IMEL,  ha 
predisposto per gli stessi un complesso di regole prudenziali meno stringenti rispetto a 
quelle previste per le banche, in ragione delle differenze esistenti tra i due soggetti sul 
piano  generale  dell’operatività,  con  l’obiettivo  primario  di  garantire  parità  di 
condizioni  tra  le  diverse  figure  di  intermediari  nello  svolgimento  dell’attività  di 
emissione di moneta elettronica. 
Inoltre la strada prescelta è quella di accordare alle autorità nazionali un margine di 
iniziativa particolarmente ampio per l’attuazione della regolamentazione comunitaria 
dell’attività  di  emissione di  moneta elettronica,  sia  in ordine all’individuazione dei 
soggetti abilitati, sia con riferimento alla disciplina ad essi applicabile244. 
Vengono  in  particolare  rilievo,  sotto  questo  profilo,  le  previsioni  della  direttiva 
2000/46/CE,  contenute  sotto  le  rubriche  deroghe  e  diritti  acquisiti.  Le  competenti 
autorità nazionali si vedono attribuita una amplissima libertà nella definizione della 
struttura  soggettiva  dell'offerta  di  moneta  elettronica  in  ambito domestico,  potendo 
esse consentire la prosecuzione (o ammettere l'esercizio) dell'attività di emissione da 
parte  di  soggetti  che privi  dei  requisiti  stabiliti  dalla  direttiva.  Peraltro,  qualora  in 
ambito nazionale vengano previste tali deroghe, non trova applicazione il principio del 
mutuo riconoscimento.
A ben vedere la Commissione Europea, con le direttive inerenti l'emissione di moneta 
elettronica, ha intrapreso la strada di costituire un mercato comune bancario, mediante 
l'introduzione del mutuo riconoscimento delle autorizzazioni e dei sistemi di controllo 
244   Così V. TROIANO, Gli istituti di moneta elettronica, in BANCA D'ITALIA, Quaderni di ricerca giuridica  
della  consulenza  legale,  Roma,  2001,  p,16  ss,  il  quale  ravvisa  una  diversità  di  tecniche  giuridiche  tra 
l'impostazione data alla direttiva sul commercio elettronico, intesa a conseguire un livello elevato di integrazione 
giuridica tra i paesi membri, ed il più morbido approccio della direttiva sulla moneta elettronica,che si prefigge 
di armonizzare le regole di vigilanza “nei solo limiti entro cui risulta essenziale e sufficiente ai fini del mutuo 
riconoscimento  dell'autorizzazione  rilasciata  agli  “istituti”  da  parte  delle  autorità  nazionali”.  Ciò,  invero, 
corrisponde  al  duplice  e  più  generale  indirizzo  che  ha  finora  caratterizzato  la  redazione  della  normativa 
integrante l'ordinamento finanziario comunitario: improntate al requisito minimo del mutuo riconoscimento le 
direttive concernenti la vigilanza sugli intermediari, di contenuto assai più dettagliato, e protese a realizzare una 
armonizzazione massima già al livello comunitario, quelle concernenti i rapporti tra intermediari e clienti. V., in  
tema, C. BRESCIA MORRA, Le fonti del diritto finanziario in Europa e il ruolo della autoregolamentazione , 
nei Quaderni di ricerche dell'Ente Luigi Einaudi, n. 44 (2002), p. 8 ss.
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 prudenziale. Si conia in questa circostanza il termine “passaporto europeo” proprio per 
indicare un sistema basato su un'unica autorizzazione valida in tutta la comunità e sul 
principio del controllo da parte dello Stato membro d'origine245.
In questo scenario si sono gettate le fondamenta per realizzare un armonico sviluppo 
del mercato unico per l'emissione di moneta elettronica nell'Unione Europea, senza 
rischi  provocati  dalla  concorrenza  tra  enti  emittenti  moneta  elettronica,  anche  in 
relazione  all'applicazione  dei  requisiti  di  politica  monetaria:  l'obiettivo  di  stabilità 
macroeconomica e le disposizioni relative alla percentuale di solvibilità tendono, di 
fatto, a creare un clima di fiducia vantaggioso per consumatori e i venditori246.
2.2 - La direttiva 2000/46/CE: gli IMEL
Nella  seconda  metà  degli  anni  Novanta  si  assiste  al  progressivo  diffondersi  degli 
schemi di moneta elettronica sia nell'ambito dell'Unione Europea che negli altri Paesi 
economicamente  più  avanzati247.  Per  quanto  concerne  in  particolare  l'Europa,  la 
Commissione CE, già sul finire del 1996, rilevava come nell'ambito dei Paesi aderenti 
risultassero operanti ben 24 schemi di moneta elettronica, in gran parte utilizzati per 
effettuare  pagamenti  di  piccolo  importo248.  Le  ulteriori  aspettative  di  crescita  del 
fenomeno  legate  all'espansione  del  commercio  elettronico  e  all'introduzione  della 
moneta  unica  hanno  pertanto  indotto  a  delle  riflessioni  che  hanno  dato  luce  alla 
245   Cfr. Considerando 4, direttiva 2000/46/CE, nonché Considerando 7, direttiva 2000/12/CE.
246   Cfr. Considerando 9, direttiva 2000/46/CE.
247  Una  panoramica  completa  ed  aggiornata  dell'evoluzione  degli  schemi  di  moneta  elettronica  a  livello 
mondiale si  può trovare in BANK FOR INTERNATIONAL SETTLEMENTS,  Survey on Electronic Money  
developments,  maggio  2000;  cui  adde,  con  specifico  riferimento  all'esperienza  maturata  nei  paesi  membri 
dell'UE, EUROPEAN CENTRAL BANK, Report on Electronic Money, cit., p. 9 ss.
248  Nel  Memorandum  Esplicativo  allegato  alla  Proposta  di  direttiva  CE  recante  norme  sulla  vigilanza 
prudenziale degli istituti di moneta elettronica, si legge che in 19 di tali schemi il valore massimo caricabile sulla 
carta risultava inferiore ai 250 euro.
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 direttiva in questione.
La  direttiva  2000/46/CE,  adottata  dal  Parlamento  Europeo  e  dal  Consiglio  il  18 
settembre 2000, disciplina “l'avvio, l'esercizio e la vigilanza prudenziale dell'attività 
dell'istituto di moneta elettronica”( gli IMEL)249; in particolare l'art 1, comma 3, lettera 
a), qualifica gli IMEL come “qualsiasi impresa, o altra persona giuridica, diversa da 
enti creditizi, che emetta mezzi di pagamento in forma di moneta elettronica”.
Tale provvedimento di notevole interesse incide per più versi sulla problematica in 
esame, dalla predisposizione di un sistema di vigilanza ad hoc per gli istituti emittenti 
di moneta elettronica alla nozione stessa di “ente creditizio”. Gli aspetti aggiuntivi e 
gli elementi nuovi introdotti  nel quadro normativo per gli istituti di moneta elettronica 
comprendono:  
• la  limitazione  delle  attività250: in  particolare,  l’art.1,  par.  5,  della  direttiva 
circoscrive il contenuto delle attività operative in via diretta degli IMEL alla 
emissione  di  moneta  elettronica,  alla  prestazione  di  servizi  finanziari  e  non 
finanziari strettamente correlati, e all’emissione e alla gestione di altri mezzi di 
pagamento,  esclusa  la  concessione di  qualsiasi  forma di  credito251 al  fine  di 
garantire che essi  non siano esposti  al  rischio di  credito252.  Le attività  degli 
IMEL includono inoltre la memorizzazione di dati sul dispositivo elettronico 
per conto di altre imprese o enti pubblici. Ne discende che costituiscono attività 
di emissione di moneta elettronica tutte quelle operazioni elementari attraverso 
le quali l’emittente riceve da parte del richiedente l’emissione una somma di 
249   In G.U.C.E. del 27 ottobre 2000, L 275/39 ss.
250   La limitazione dell'operatività degli “istituti” alla sola attività di emissione della moneta elettronica e ai 
servizi ad essa in qualche modo correlati non può essere superata neppure in via indiretta. A tali soggetti è,  
infatti, negata l'assunzione di partecipazioni in altre imprese che svolgano funzioni operative diverse da quelle 
accessorie e connesse alla moneta elettronica dai medesimi emessa o distribuita.
251    BCE, Bollettino mensile, Francoforte novembre 2000, p. 60.
252   Importante limite alle attività consentite agli IMEL è il divieto di detenere partecipazioni in altre imprese, a 
meno che  queste  non svolgano  funzioni  accessorie  concernenti  l'emissione  o  la  distribuzione  della  moneta 
elettronica (art  1):  tale  norma rende non inutile  l'applicazione della  disposizione relativa alle  partecipazioni 
qualificate in imprese non finanziarie, esplicitamente esclusa.
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 denaro; procede a memorizzare nel dispositivo elettronico del richiedente una 
posizione  di  disponibilità  monetaria  di  entità  non  superiore  alla  somma 
previamente ricevuta (il cd. “caricamento”); mette il titolare del dispositivo in 
condizione di disporre della moneta elettronica in esso caricata253.  L'esercizio 
indiretto  di  altre  attività  risulta  limitato,  sempre  dall'art.1,  par.  5,  dalla 
disposizione che non permette agli IMEL di “detenere partecipazioni in altre 
imprese, salvo che queste svolgano funzioni operative o accessorie riguardanti 
la moneta elettronica da essi emessa o distribuita”. A rafforzare il concetto già 
rievocato  che  l’emissione  di  moneta  elettronica  non  crea  moneta  il 
Considerando n.8 della stessa direttiva laddove descrive il nucleo del fenomeno 
dell’emissione come una ricezione di fondi dal pubblico in cambio di moneta 
elettronica a depositi o altri fondi rimborsabili. Questa scelta è volta a tutelare i 
clienti, ai quali è riconosciuto un diritto alla restituzione dei fondi non convertiti 
in moneta elettronica, e, al contempo, svantaggia gli IMEL rispetto alla banche, 
cui  non  è  precluso  convertire  moneta  elettronica  i  depositi  che,  in  quanto 
retribuiti, rappresentano un'opzione più appetibile per gli utenti; 
• il  campo di applicazione delle direttive bancarie: in particolare, l’art.  2 della 
direttiva  prevede  che  solo  due  direttive  UE,  salvo  espressa  disposizione 
contraria,  saranno  applicabili  agli  IMEL:  ci  si  riferisce  alle  disposizioni 
contenute nella direttiva 2000/12/CE254, relativa all’accesso all’attività degli enti 
creditizi e al suo esercizio, ed alle disposizioni di cui alla direttiva 91/308/CEE 
cd. antiriciclaggio; invero, il campo di applicazione della disciplina di cui alla 
direttiva 2000/12/CE viene ristretto,  per gli  IMEL, alle norme della direttiva 
n.12 non riconducili ad esigenze di vigilanza prudenziale (così, ad esempio, non 
si applicano l’art.5, relativo al capitale iniziale; l’art. 11, concernente la notifica 
253   Cfr. TROIANO,  Gli istituti di moneta elettronica, in BANCA D'ITALIA, Quaderni di ricerca giuridica  
della consulenza legale, Roma, 2001.
254   Pubblicata  in  G.U.C.E.  del  26  maggio  2000,  L.  126/1  e  disponibile  nel  sito:  http://eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=OJ:L:2000:126:0001:0059:IT:PDF. 
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 dell’autorizzazione alla Commissione; l’art. 13, riguardante le succursali di enti 
creditizi già autorizzati in un altro Stato membro; l’art. 19, sugli enti finanziari; 
l’art. 20, paragrafo 7, che disciplina l’esercizio del diritto di stabilimento delle 
succursali che hanno iniziato l’attività; l’art. 51, sui limiti delle partecipazioni 
qualificate  in  imprese  non  finanziarie,  nonché  l’art.  59,  sul  coefficiente  di 
osservazione;  da  ultimo,  non  trova  applicazione  l’intero  Capo  II,  Titolo  V, 
relativo agli strumenti tecnici di vigilanza prudenziale255) ; 
• la  rimborsabilità: come sopra osservato, l’art. 3 della direttiva prevede che il 
detentore  di  moneta  elettronica  possa,  durante  il  periodo di  validità,  esigere 
dall’emittente il rimborso al valore nominale in monete metalliche e banconote 
o mediante un versamento su un conto corrente senza altre spese che non siano 
quelle strettamente necessarie per l’esecuzione di tale operazione. Il contratto 
tra emittente e detentore deve contenere indicazioni chiare sulle condizioni del 
rimborso  e  può  prevedere  un  limite  minimo.  Tale  limite  non  può  essere 
superiore a 10 euro. La rimborsabilità dei fondi ricevuti dagli IMEL in cambio 
dell'emissione di moneta elettronica ha il merito di preservare la funzione di 
unità  di  conto  della  moneta,  mantenendo la  stabilità  dei  prezzi  ed  evitando 
l'emissione  incontrollata  di  moneta  elettronica256 e  deve  essere  prevista  nel 
contratto tra emittente e portatore;
• i  requisiti  relativi  al  capitale  iniziale  e  ai  fondi  propri: l'art.  4  del  decreto 
enuncia che il capitale iniziale e i fondi propri per gli IMEL non devono essere 
inferiori  a  1  milione di  euro;  i  fondi  propri  -  definiti  dagli  art.  34-39 della 
direttiva  2000/12/CE  -  devono  essere  pari  o  superiori  al  2%  dell’importo 
corrente delle passività totali  -  o,  se è superiore,  della media delle passività 
totali dei sei mesi precedenti - relative alla moneta elettronica in circolazione. 
Inoltre,  per  gli  IMEL che abbiano iniziato l’attività  da  meno di  sei  mesi,  il  
255   Cfr. DI FONZO.
256   Così, E.A. TRIPODI-F. SANTORO-S. MISSINEO, op. cit., p. 475
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 riferimento va fatto alle passività correnti previste per i sei mesi successivi; 
• la  limitazione degli investimenti:  l’art. 5 della direttiva prevede che gli IMEL 
investano un importo non inferiore alle proprie passività connesse alla moneta 
elettronica  in  attività  sufficientemente  liquide  e  con  un  coefficiente  di 
ponderazione  del  rischio  di  credito  pari  a  “zero”  o,  in  misura  soggetta  a 
limitazioni  quantitative,  al  20 per  cento.  Si  applicano limitazioni  anche agli 
investimenti  degli  IMEL in  strumenti  derivati.  Tali  attività  possono  essere 
intraprese  solo a  scopo di  copertura  dei  rischi  di  mercato.  L’imposizione di 
adeguati limiti ai rischi di mercato inerenti l’emissione di moneta elettronica 
sono lasciate agli Stati membri;
• la verifica, da parte delle autorità competenti, dei requisiti prudenziali specifici 
di cui agli art. 4 e 5 della direttiva: in particolare, dispone l’art. 6 della direttiva 
che le Autorità competenti assicurano che le verifiche contabili sulla conformità 
agli articoli 4 e 5 riguardanti il capitale iniziale e i fondi propri e i limiti agli 
investimenti e ai rischi di mercato siano effettuate, almeno due volte l’anno, 
dagli  stessi  istituti  di  moneta  elettronica,  che  comunicano  alle  autorità 
competenti  detti  calcoli  e  i  dati  costitutivi  richiesti,  oppure  dalle  autorità 
competenti sulla scorta dei dati forniti dagli istituti di moneta elettronica; 
• procedure  appropriate  e  prudenti  di  gestione,  amministrazione  e 
contabilizzazione e  adeguatezza dei  meccanismi di  controllo  interno (sana e 
prudente gestione): al riguardo, dispone l’art. 7 della direttiva 2000/46/CE che 
gli  istituti  di  moneta  elettronica  garantiscono una  gestione  sana  e  prudente, 
nonché  sane  e  prudenti  procedure  amministrative  e  contabili  e  adeguati 
meccanismi di controllo interno.  Questi  ultimi devono essere commisurati ai 
rischi finanziari e non finanziari ai quali l’istituto è esposto compresi i rischi 
tecnici  e procedurali e  i  rischi derivanti  dalla cooperazione con imprese che 
svolgono funzioni operative o accessorie connesse alla sua attività257; 
257   Cfr. Considerando 13, direttiva 2000/46/CE.
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 • l’applicazione di deroghe alle disposizioni previste dalla direttiva 2000/46/CE e 
dalla  direttiva  2000/12/CE:  più  specificamente,  il  Considerando  n.15  della 
direttiva  2000/46/CE  conferisce  esplicitamente  alle  autorità  nazionali 
competenti  la  possibilità  di  concedere  deroghe  per  determinati  o  per  tutti  i 
requisiti previsti dalla direttiva per gli IMEL che operino soltanto all’interno del 
territorio dei rispettivi Stati membri. Ebbene, in base al disposto di cui all’art.8, 
le autorità nazionali possono dispensare gli IMEL dalla applicazione di alcune 
(o tutte) le disposizioni della direttiva in esame e della direttiva 2000/12/CE al 
verificarsi  di  una  delle  seguenti  condizioni:  (I)  l’importo  complessivo  di 
passività finanziarie connesse alla moneta elettronica in circolazione non supera 
di  norma i  5  milioni  di  euro e  in  nessun momento  supera  i  6  milioni;  (II) 
l’utilizzo della moneta elettronica ha luogo solamente nell’ambito del gruppo a 
cui  l’IMEL appartiene  (da  controllate  o  controllanti  dell'IMEL,  o  da  altre 
controllate  del  controllante);  oppure  (III)  l’attività  relativa  alla  moneta 
elettronica è limitata localmente o è accettata solamente da imprese che hanno 
una stretta relazione di natura commerciale o finanziaria con l’IMEL, come, ad 
esempio, un comune schema di marketing o di distribuzione.
Naturalmente, tale IMEL autorizzato in deroga non beneficia delle disposizioni 
per  mutuo  riconoscimento  di  cui  alla  direttiva  2000/12/CE  e  pertanto  può 
operare soltanto all'interno dello Stato membro dove è stato autorizzato. Inoltre 
è  soggetto  ad  obblighi  specifici:  (a)  il  portafoglio  elettronico  messo  a 
disposizione del detentore deve avere un caricamento massimo di 150 euro e (b) 
gli Stati membri devono imporre, ai predetti istituti, comunicazioni periodiche 
sulla loro attività258 259;
258   Sul punto, v. F. DI FONZO, La moneta elettronica: confronto tra la normativa comunitaria e la disciplina  
italiana, Roma, 2001, p. 22.
259   Vale notare che, alla fine del 2007, nel complesso degli Stati membri erano stati autorizzati in deroga 127 
IMEL, a fronte di solo 20 istituti autorizzati in senso stretto. In Italia, al contrario, non si registra la presenza di  
soggetti  operanti  in  deroga,  mentre  risultano  essere  solo  tre  gli  IMEL autorizzati  dal  regolatore  con  piena 
operatività.
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 • l’art. 9 della direttiva 2000/46/CE dispone che gli IMEL che abbiano iniziato la 
propria attività, a norma delle disposizioni vigenti nello Stato membro in cui si 
trova la loro sede principale, anteriormente alla data di entrata in vigore della 
direttiva,  si  presumono  autorizzati  ai  sensi  della  direttiva  stessa.  Gli  Stati 
membri,  peraltro,  devono  obbligare  detti  istituti  a  fornire  alle  autorità 
competenti tutte le informazioni atte a consentire a queste ultime di valutare se 
essi  posseggono i  requisiti  richiesti:  ove tali  requisiti  non siano presenti,  gli 
istituti  non potranno beneficiare del  riconoscimento reciproco,  ai  sensi  della 
direttiva  2000/12/CE,  recante  il  consolidamento  della  normativa  in  materia 
bancaria;
• da ultimo, con l'art. 11 è stata introdotta la clausola di riesame: in virtù della 
quale  entro  l'aprile  2005  la  Commissione  deve  redigere  una  relazione 
sull'applicazione della direttiva, con particolare riguardo alle misure mirate a 
tutelare i portatori della moneta, all'eventuale esigenza di introdurre un sistema 
di garanzia, ai requisiti patrimoniali, alle deroghe e alla necessità di vietare il 
pagamento di interessi su fondi ricevuti in cambio di moneta elettronica.
In conclusione, la direttiva 2000/46/CE non vuol inserirsi nelle questioni relative alle 
relazioni  contrattuali  tra  l'emittente  e  il  portatore,  ma  il  suo  obiettivo  è  quello  di 
accrescere  e  intensificare  la  fiducia  sia  degli  operatori  che  dei  consumatori  nella 
moneta elettronica tracciando semplici regole base.
2.3 - La direttiva 2000/28/CE: la definizione emendata di ente creditizio
Una tra le innovazioni più importanti operate dalla disciplina sulla moneta elettronica 
riguarda la novella apportata dalla direttiva 2000/28/CE del 18 settembre 2000260 alla 
260   In G.U.C.E. del 27 ottobre 2000, L. 275/37 ss. 
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 nozione comunitaria di “ente creditizio”261 contenuta nell’art. 1, punto 1, primo comma 
della direttiva 2000/12/CE, laddove si prevede che è ente creditizio: a) un’impresa la 
cui attività consiste nel ricevere depositi o altri fondi rimborsabili dal pubblico e nel 
concedere crediti per proprio conto; oppure b) un istituto di moneta elettronica ai sensi 
della direttiva 2000/46/CE del Parlamento europeo e del Consiglio, del 18 settembre 
2000,  riguardante  l’avvio,  l’esercizio  e  la  vigilanza  prudenziale  dell’attività  degli 
261   Nell’ambito dell’Unione Europea si assiste ad una pluralità di definizioni di ente creditizio. In particolare,  
nell’ordinamento bancario francese (Legge 84-46 del  24 gennaio 1984, ora confluita nel  Code Monétaire et 
Financier)  sono definiti  enti  creditizi  (établissements  de crédit)  le  persone giuridiche che svolgono a titolo 
professionale operazioni di banca (art. 511-1 del Codice). Nel novero di tali operazioni rientrano: a) la raccolta di  
fondi tra il pubblico, dovendosi intendere con tale espressione i fondi che una persona fisica o giuridica raccoglie 
presso terzi, con il diritto di disporne e con l’obbligo di restituirli (art. 312-2); b) le operazioni di credito, ossia  
qualsiasi atto attraverso il quale un soggetto mette o promette di mettere a disposizione di un altro soggetto o 
assume,  nell’interesse  di  quest’ultimo,  un  impegno  di  firma  o  qualsiasi  altra  forma  di  garanzia.  Vi  sono 
assimilate  le  operazioni  di  leasing  e,  più  in  generale,  tutte  le  altre  tipologie  di  operazioni  che  prevedono  
un’opzione di acquisto (art.313-1); c) l’emissione e la gestione di mezzi di pagamento, indipendentemente dal  
supporto tecnico utilizzato (art. 311-3). Come si nota, rispetto alla definizione data in sede comunitaria,la legge  
bancaria francese dilata la nozione di ente creditizio, ricomprendendovi anche società che prestano servizi di 
finanziamento senza svolgere attività bancaria strictu sensu, con la conseguenza di riconoscere lo status di banca 
a soggetti che in altri ordinamenti non sono qualificati come tali. Ciò con evidenti distorsioni sia sul piano del 
differente  trattamento  normativo,  sia  sul  piano  dell’operatività,  in  quanto  tale  condizione  incide  sul 
riconoscimento del passaporto bancario europeo e sulle attività che i soggetti possono svolgere secondo i principi 
del  mutuo  riconoscimento.  Con  riferimento  al  sistema  creditizio  tedesco  (Kreditwesengesetz  del  1961  e 
successive modifiche), anche qui la definizione di ente creditizio si discosta sensibilmente da quanto previsto dal  
legislatore  comunitario,  poiché  si  ritiene  sufficiente,  ai  fini  dell’inquadramento  di  un  soggetto  in  detta 
definizione, lo svolgimento anche di una sola attività tra quelle che la legge riserva alle banche. Ed invero, ai  
sensi dell’art. 1 della Kreditwesengesetz del ’61, sono definiti enti creditizi le imprese che svolgono una delle 
seguenti attività: a) raccolta di depositi o di altri fondi rimborsabili; b) esercizio del credito; c) operazioni di 
sconto;  d)  negoziazione  di  strumenti  finanziari  in  nome  proprio  e  per  conto  di  terzi;  e)  custodia  ed  
amministrazione di valori mobiliari per conto di terzi; f) gestione di fondi comuni di investimento; g) impegno di 
acquisto prima della scadenza di crediti derivanti da prestiti; h) rilascio di garanzie a diverso titolo; i) esecuzione  
di  pagamenti  attraverso  stanze  di  compensazione;  l)  collocamento  di  strumenti  finanziari;  m)  emissione  e 
gestione di schemi di moneta elettronica quali le multi-purpose smart cards ed il software- money. Non può non  
rilevarsi come la nozione di ente creditizio e, di conseguenza, il novero delle attività che esso può svolgere  
previste nel sistema tedesco siano parzialmente difformi rispetto a quanto disposto dal legislatore comunitario. In 
particolare,  viene  previsto  un  sistema  di  riserva  a  carico  di  alcune  attività,  quali  ad  esempio  i  servizi  di  
collocamento e di negoziazione di strumenti finanziari, che normalmente, in base alla disciplina dettata a livello 
comunitario, possono essere svolti anche da altre categorie di intermediari. Inoltre, vengono considerate riservate 
alcune attività per lo svolgimento delle quali il legislatore comunitario non considera necessaria l’autorizzazione. 
Da ultimo, sono incluse nella nozione di ente creditizio alcune categorie di soggetti, quali ad esempio le società 
che gestiscono fondi comuni di investimento, che invece sono sottoposte ad uno specifico regime normativo. 
Alquanto singolare risulta essere anche la nozione di ente creditizio nell’ordinamento inglese. In primo luogo,  
giova sottolineare come in realtà il sistema de quo si basi sull’individuazione delle attività che possono essere  
svolte dalle istituzioni creditizie, più che sulla definizione di queste ultime, definizione che infatti risulta essere 
assente e desumibile soltanto dalla lettura combinata delle disposizioni contenute nel  Financial  Services and 
Market Act del 2000, laddove, nella sect. 19, si prevede che nessuna “regulated activity” possa essere svolta se 
non da “authorized persons”, ossia che nessuna attività il cui esercizio è oggetto di riserva può essere esercitata  
da un soggetto non autorizzato o esonerato dall’autorizzazione. In merito alle attività riservate, si sottolinea che 
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 istituti di moneta elettronica.
In proposito, non si può non riscontrare una forzatura normativa262 nel procedimento di 
assimilazione  degli  istituti  di  moneta  elettronica  agli  enti  creditizi  sotto  molteplici 
aspetti,  sia sul piano soggettivo che sotto il profilo oggettivo. Ed invero, come più 
volte sottolineato precedentemente, gli IMEL non possono svolgere attività creditizia, 
le  loro  passività  non  sono  definite  come  raccolta  bancaria  se  convertite 
immediatamente in moneta elettronica, il loro ambito operativo è ridotto e altamente 
specializzato, la possibilità di operare cross-border in regime di mutuo riconoscimento 
è notevolmente limitata.
Ciò non solo contraddice la nozione comunitaria di “ente creditizio” come soggetto 
che raccoglie e congiuntamente eroga credito, potenzialmente despecializzato e con un 
passaporto europeo di ampia estensione (si pensi alla lista delle attività che possono 
essere  prestate  dalle  banche  in  regime  di  mutuo  riconoscimento),  ma  appare 
contraddire anche il razionale economico sotteso quella stessa nozione.
L’approccio comunitario alla definizione di ente creditizio come impresa che svolge 
contemporaneamente attività di raccolta di depositi e di altri fondi rimborsabili tra il 
pubblico e attività di erogazione del credito riflette, infatti, l'idea che la specialità delle 
banche – e il motivo della loro regolamentazione – consista, tra l'altro, nella fragilità 
del  loro  bilancio,  composto  di  attivi  “opachi”  non-marketable  e  passività 
esse sono costituite essenzialmente dalle attività finanziarie appartenenti al comparto bancario, assicurativo e 
mobiliare  e  che  fra  le  stesse  può  essere  annoverata  anche  la  raccolta  di  risparmio  tra  il  pubblico,  unico 
riferimento  ed  elemento  in  comune  con  la  nozione  comunitaria  di  ente  creditizio.  Nessun  cenno  invece 
all’esercizio del credito, che quindi non costituisce elemento qualificante per l’individuazione della fattispecie. 
Pertanto,  al  fine  di  verificare  cosa  debba  intendersi  nell’ordinamento  inglese  con  l’espressione  “banca” 
(recognised bank), sembra doversi guardare alle attività concretamente svolte dal soggetto, con la precisazione – 
peraltro necessaria - che sarà sufficiente l’esercizio anche di una sola di queste attività affinché si possa parlare  
di ente creditizio. Per una disamina approfondita dei sistemi creditizi appena analizzati si rinvia a GAVALDA - 
STOUFFLET,  Droit  bancarie,  Litec,  1999;  MAIER-REIMER,  SCHNEIDER  E  KUSSEROW,  Banking,  in 
Business  transactions  in  Germany,  (a  cura  di)  D.Campbell,  C.  Campbell  e  Ruster,  Lexis  Nexis,  2001; 
PENN,SHEA E ARORA, The law related to domestic banking, Sweet&Maxwell, 1987.
262   La  contraddittorietà  di  tale  operazione trova  altresì  conferma nella  lettura  dei  documenti  comunitari  
ufficiali, nei quali gli originari enti creditizi vengono definiti “tradizionali”, proprio al fine di distinguerli dagli 
IMEL. In proposito cfr. il parere reso dalla Banca Centrale Europea il 18 gennaio 1999 in merito alla direttiva 
2000/46/CE e 2000/28/CE, pubblicato in G.U.C.E. 6 luglio 1999,serie C, n. 189, p. 7 ss. e la motivazione del  
Consiglio sulla “posizione comune” adottata in relazione all’emanazione di dette direttive, pubblicata anch’essa 
in G.U.C.E. del 28 gennaio 2000, serie C, n. 26, p. 1 ss.
132 
 prevalentemente a vista263. L’inclusione degli IMEL nella definizione di ente creditizio 
sovverte  questa  impostazione,  recuperandovi  al  suo  interno  istituzioni  qualificabili 
come narrow banks. Se, infatti, gli IMEL non possono concedere crediti e le passività 
relative alla  massa di  moneta  elettronica  devono essere  sempre investite  in  attività 
sufficientemente  liquide e a  basso rischio,  è  pur  vero che tali  passività  –  pur  non 
essendo qualificate come depositi se i fondi percepiti sono cambiati immediatamente 
in moneta elettronica – rappresentano debiti  nei confronti  del detentore esigibili  in 
ogni momento: ciò in quanto la direttiva, come si è già segnalato, ha previsto che la 
moneta elettronica debba essere, in via obbligatoria e permanente, rimborsabile in ogni 
momento. Questo nuovo approccio sembra avere due effetti.
Il primo riguarda le ricadute che, sul piano sistematico, l'allargamento della nozione 
comunitaria  di  banca  produce  sui  singoli  ordinamenti  nazionali.  Nonostante  la 
presenza di una definizione comunitaria, si è visto che la nozione di ente creditizio 
differisce tra Stati membri e che, in particolare, alcuni ordinamenti hanno adottato un 
approccio  definitorio  ampio,  non  basato  sulla  contestuale  presenza  dell'attività  di 
raccolta  e  di  erogazione  del  credito.  In  questo  contesto,  la  nuova  definizione 
comunitaria  non  solo  presenta  ricadute  applicative  differenti  tra  Stati  membri,  ma 
sembra inoltre confortare – anche se solo  ex post  – soluzioni già presenti in alcuni 
ordinamenti.
Il  secondo riguarda,  più  in  generale,  le  implicazioni  future  connesse  con la  nuova 
definizione. Se in essa vengono ricompresi gli IMEL (che raccolgono ma non erogano 
credito)  è lecito  attendersi  in  futuro  l'inclusione di  altre  categorie  – speculari  –  di 
narrow banks264: così, ad esempio, gli enti che erogano credito ma non raccolgono tra 
il pubblico, quali le società finanziarie che godono di discipline differenziate tra Stati 
membri.
263   Per una discussione circa la permanenza di questo assunto pur a fronte della progressiva perdita di peso 
dell'attività bancaria tradizionale nel bilancio delle banche e della crescita delle operazioni di securitization, cfr. 
Merton, R. (1995), p. 24; Allen F. e Santomero A. (1999), p. 18; Schmidt R.,Hackethal A. e Tyrell M. (1999).
264    Cfr. Kaufman G. e Kroszner R. (1996), p. 8; Gorton G. e Pennacchi G. (1993); Szego G. (1995), p. 319.
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 Sembra lecito domandarsi a questo punto dell'analisi le motivazioni che hanno indotto 
il legislatore comunitario alla scelta di includere gli IMEL nell'ambito della categoria 
degli enti creditizi.
La  giustificazione  adottata  a  sostegno  di  questa  innovazione  è  contenuta  nei 
Considerando n. 2 e 3 della direttiva 2000/28/CE, dove si legge che “onde evitare 
distorsioni  della  concorrenza  tra  emittenti  di  moneta  elettronica,  anche  per  quanto 
riguarda l'applicazione di misure di politica monetaria, è consigliabile che detti istituti, 
soggetti  a  disposizioni  specifiche  che  tengono  conto  delle  loro  particolari 
caratteristiche, rientrino nel campo di applicazione della direttiva 2000/12/CE. E' di 
conseguenza consigliabile estendere a tali istituti la definizione di enti creditizi di cui 
all'articolo 1 della direttiva 2000/12/CE”.
Si tratta, in realtà, di una motivazione poco convincente che appare contenere un salto 
logico  tra  premessa  e  conclusioni.  Il  dichiarato  obiettivo  primario  di  permettere 
l’applicazione agli  IMEL della c.d.  direttiva consolidata banche non presupponeva, 
infatti,  necessariamente la  parallela modifica della definizione comunitaria di “ente 
creditizio”, essendo sufficiente, a questi fini, la presenza di una norma che dichiarasse 
applicabili  agli  IMEL le  disposizioni  contenute,  appunto,  in  tale  direttiva.  Questo 
rinvio già c’è: l'articolo 2 della direttiva 2000/46/CE prevede infatti che, salva diversa 
disposizione, agli IMEL si applichi la direttiva 2000/12/CE.
Le  cause  della  modifica  della  nozione  di  “ente  creditizio”  vanno  dunque  cercate 
altrove. In particolare, il reale intento perseguito dal legislatore comunitario si evince 
dall'inciso contenuto nel Considerando n. 2, nel punto in cui fa riferimento a obiettivi 
di parità di trattamento tra banche e IMEL “anche per quanto riguarda l’applicazione 
di misure di politica monetaria” e dai lavori che hanno preceduto l’approvazione della 
direttiva.
La Banca Centrale Europea aveva, infatti, più volte segnalato265 tra i requisiti ritenuti 
minimi  nella  disciplina  degli  IMEL,  l’opportunità  di  prevedere  la  possibilità  di 
265   Banca Centrale Europea (1998), p. 23 e ss.; Banca Centrale Europea (1999), punto 7 e 25.
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 assoggettare gli emittenti agli obblighi di riserva; tale possibilità è tuttavia circoscritta 
dallo Statuto della BCE (art.  19,  par.  1)  ai  soli  “enti  creditizi” come definiti  dalla 
regolamentazione comunitaria. In questo contesto, la modifica della relativa nozione 
volta ad includere anche gli IMEL appare finalizzata a permettere l’applicazione ai 
medesimi degli obblighi di riserva266.
Difatti  se  questi  non  fossero  stati  inclusi  nella  definizione  di  “enti  creditizi”  si 
sarebbero collocati al di fuori dei possibili destinatari dei predetti obblighi, con ovvie 
alterazioni dell'efficacia degli interventi della BCE e, più in generale, dell'obiettivo di 
garantire  un  level  playing-field a  tutti  gli  intermediari  ammessi  a  concorrere  bel 
mercato dell'emissione della digital money.
La BCE si è avvalsa di tale facoltà; infatti il 24 maggio 2002 è entrato in vigore il  
nuovo regolamento, approvato dal Consiglio Direttivo della stessa il 18 aprile 2002, e 
pubblicato  nella  Gazzetta  Ufficiale  delle  Comunità  Europee  del  24  aprile  2002, 
sull'applicazione di riserve obbligatorie minime, in forza del quale gli istituiti emittenti 
di moneta elettronica saranno assoggettati all'obbligo di riserva267
Altro aspetto qualificante della direttiva 2000/28/CE è rappresentato dal paragrafo 2 
266   La soluzione prescelta desta tuttavia qualche perplessità, perché, anche a quei fini, sembra comunque  
peccare  per  difetto.  L’assoggettamento  degli  IMEL a  riserva  obbligatoria  potrebbe  non  derivare  in  modo 
automatico dalla loro inclusione nella categoria degli enti creditizi. L'articolo 2 della direttiva 2000/46 sancisce il 
principio secondo cui, “salvo espressa disposizioni contraria soltanto i riferimenti agli enti creditizi contenuti 
nelle direttive 91/308/CEE e 2000/12/CE […] si  applicano agli istituti di moneta elettronica”;  il  richiamo a 
queste due sole direttive sembra escludere l'applicazione agli IMEL di altre norme comunitarie (e tali devono  
intendersi anche lo Statuto della BCE e i regolamenti sugli obblighi di riserva) senza uno specifico intervento 
normativo.
L'effettiva estensione della norma che richiama unicamente l'applicazione agli IMEL della direttiva consolidata 
banche e della direttiva in materia antiriciclaggio è stata recentemente oggetto di approfondimento da parte della  
Banca  Centrale  Europea  e  della  Commissione  U.E.  con  riferimento  ad  un'altra  questione,  relativa  alla 
applicabilità agli istituti di moneta elettronica della direttiva 98/26/CE (cd. direttiva sulla settlement finality).
267   Tale provvedimento, nel modificare il precedente regolamento n.2531/98, emesso in materia il 1 dicembre 
1998, prevede l'esenzione automatica, in ragione di esigenze di efficienza amministrativa, per le istituzioni la cui  
autorizzazione sia stata oggetto di  revoca o di  rinuncia,  o che siano sottoposte a procedura di  liquidazione;  
inoltre, la formula utilizzata nel calcolo della remunerazione della riserva obbligatoria è stata adeguata per tenere 
sotto controllo  la possibilità  che nello  stesso giorno venga regolata più di  un'operazione di  rifinanziamento 
principale.  La  considerazione che  le  somme ricevute dagli  IMEL,  se  immediatamente scambiate  in  moneta 
elettronica, non costituiscono l'aggregato soggetto a riserva, rappresentato da depositi ed altri fondi rimborsabili,  
sembra avvalorare l'ambito di applicazione previsto dal legislatore comunitario con riguardo alla qualificazione 
degli IMEL.
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 dell'art. 1, che, sancendo l'applicabilità dell'art. 3 della direttiva 2000/46/CE agli enti 
creditizi,  stabilisce  che  il  requisito  di  rimborsabilità,  necessario  per  assicurare  la 
fiducia del detentore, deve essere rispettato anche dagli enti creditizi tradizionali che 
emettono moneta elettronica.
2.4 - Recepimento delle direttive negli altri Stati europei
Fin dal Rapporto dell'IME del 1994 sulle carte prepagate multi-uso, che giungeva alla 
conclusione secondo cui solo le banche dovessero essere abilitate a emettere tale tipo 
di moneta elettronica, si è riscontrata una progressiva convergenza degli ordinamenti 
nazionali verso forme di regolamentazione idonee a riservare alle banche l'emissione 
dei c.d. borsellini elettronici268.
Nel  Rapporto  sulla  moneta  elettronica  del  1998  veniva  segnalato  che  in  8  paesi 
dell'Unione (Austria, Germania, Spagna, Francia, Grecia,Italia, Olanda e Portogallo) 
l'emissione di  smart cards è riservata a soggetti qualificati come “banche” e che in 
cinque di questi paesi (Austria,Germania, Francia, Italia e Olanda) la medesima riserva 
vale anche per l'emissione di  software money. In alcuni casi tale effetto era ottenuto 
attraverso l'applicazione della normativa bancaria già esistente, in altri, attraverso la 
modifica delle legislazioni in vigore.
Secondo il Code Monétarie et Financier francese, l'emissione e la gestione di mezzi di 
pagamento  è  già  parte  del  core  business riservato  agli  établissements  de  crédit269, 
anche  se  svolto  senza  contemporanea  attività  di  raccolta  e  erogazione  del  credito. 
Inoltre,  la  definizione  data  dalla  legge  (art.  311-3)  alla  nozione  di  “strumenti  di 
pagamento”, secondo cui vi rientrano “tutti gli strumenti che permettono a chiunque di 
268   Per un panorama degli schemi di e-money e delle relative istanze di regolamentazione presenti nei diversi 
paesi prima del recepimento delle direttive, cfr. Banca dei Regolamenti internazionali (2000) e (2001).
269   La riserva non si applica, tuttavia, alle carte prepagate mono-uso, emesse da un'impresa per l'acquisto di  
beni o servizi da parte dell'impresa stessa (cfr. art. 511-7, n. 5).
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 trasferire fondi, indipendentemente dal supporto o dal procedimento tecnico utilizzato” 
è idonea a includere anche i borsellini elettronici e il software money. 
Per  tale  motivo,  l’ordinamento  francese  non  sembra,  almeno  sotto  il  profilo  della 
regolamentazione  primaria,  bisognoso  di  intervento  ai  fini  del  recepimento  delle 
direttive sugli  IMEL; questa conclusione è confermata dall'assenza,  fino a oggi,  di 
misure legislative nazionali volte a questo fine270. D’altro canto, è necessario osservare 
che la categoria degli établissements de crédit accorpa al suo interno soggetti di natura 
eterogenea: accanto agli enti creditizi autorizzati a svolgere tutte le attività bancarie vi 
sono enti a operatività limitata (in particolare, le cd. société financières) all'interno dei 
quali trovano già ora collocazione gli istituti di moneta elettronica.
Nell'ordinamento tedesco, la sesta modifica della legge bancaria, intervenuta nel 1998, 
aveva già esteso l'elenco delle operazioni bancarie per includervi l'emissione di carte 
prepagate multi-uso e la creazione e gestione di software money271. 
Inoltre,  era  previsto  che  l'Autorità  di  vigilanza,  previa  intesa  con  la  Bundesbank, 
potesse  disapplicare  alcune  regole  di  vigilanza  prudenziale  agli  enti  creditizi  che 
svolgessero solo l'attività di emissione di carte prepagate.
Al  fine  di  completare  il  recepimento  nell'ordinamento  tedesco  delle  direttive 
comunitarie e – in particolare – meglio calibrare il regime di vigilanza prudenziale 
applicabile agli IMEL, la recente quarta legge di promozione del mercato finanziario272 
contiene alcune ulteriori  modifiche alla  legge bancaria.  L'articolo 6,  in  particolare, 
introduce le definizioni di IMEL e di moneta elettronica; riclassifica, accorpandole in 
un  unico  punto,  le  due  attività  inerenti  all'emissione di  smart  cards e  di  software 
money; estende a tutti gli IMEL la possibilità per l'Autorità di vigilanza di disapplicare 
alcune regole di vigilanza prudenziale; disciplina, sulla base delle norme comunitarie, i 
270   Sollecita invece una modifica della legge bancaria Stoufflet  J. (2000),  p. 247 ritenendo opportuni tre 
distinti  interventi:  i)  introdurre una definizione esplicita di  moneta elettronica;  ii)  prevedere lo statuto degli 
istituti di moneta elettronica; iii) utilizzare appieno il regime delle deroghe consentite dalla direttiva.
271   Cfr. art. 1, n. 11 e 12 della legge bancaria.
272   Viertes Finanzmarktförderungsgesetz, 4, FMFG, pubblicata sulla Gazzetta Federale del 26 giugno 2002.
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 requisiti  di capitale minimo, di dotazione patrimoniale e i  limiti  alle partecipazioni 
detenibili;  prevede  espressamente  il  requisito  della  rimborsabilità  della  moneta 
elettronica; estende, infine, agli IMEL, il passaporto europeo.
Significativamente  diversa  era  la  situazione  presente  nel  Regno  Unito prima  del 
recepimento delle direttive sulla moneta elettronica.
Secondo l'ordinamento inglese  e,  in particolare,  secondo il  Financial  Services  and  
Markets Act 2000 e la relativa regolamentazione attuativa, l'emissione di e-money non 
costituiva una c.d. regulated activity – un'attività, cioè, soggetta a regolamentazione e 
vigilanza. Da ciò conseguiva che, ad eccezione degli schemi di moneta elettronica più 
vicini  a  forme  di  raccolta  bancaria,  l'emissione  di  e-money costituiva  un'attività 
liberamente esercitabile e non soggetta a supervisione (a meno che l'emittente non 
fosse controllato da una banca e sottoposto a vigilanza consolidata).
L'assetto ampiamente delegificato dell'ordinamento finanziario inglese, basato su un 
esteso ricorso a norme di natura secondaria, ha consentito di attuare le direttive sulla 
moneta elettronica senza dover intervenire – se non per aspetti  marginali273 – sulla 
legislazione primaria.
L'individuazione delle attività il cui esercizio è riservato a intermediari autorizzati è 
infatti demandata, nell'ambito di criteri generali definiti dalla legge274 , al Ministero del 
Tesoro,  mentre  la  definizione  delle  regole  di  accesso  al  mercato  e  dell'impianto 
regolamentare e di supervisione spetta all'F.S.A ( Financial Servicies and Market Act) 
275.
Le modifiche di recente intervenute alla relativa disciplina attuativa276 hanno definito il 
quadro regolamentare entro cui può svolgersi l'attività degli IMEL; al fine di tenere 
273   Cfr. HM Treasury, The Electronic Money (Miscellaneous Amendments) Regulations 2002.
274   Cfr. sect. 22 e Schedule 2 del Financial Servicies and Market Act (FSMA).
275   Cfr. sect. 138 del Financial Servicies and Market Act (FSMA).
276    Cfr.  HM Treasury, The Financial Services and Markets Act 2000 (Regulated Activities) (Amendment)  
Order 2002, che modifica il precedente Order 2001 e Financial Services Authority –Handbook (2002). Per un  
quadro delle modifiche intervenute si vedano anche HM TREASURY (2001) Financial Services Authority – E-
money (2001).
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 conto  della  realtà  preesistente,  le  facoltà  di  deroga  dall'applicazione  delle  norme 
comunitarie sono ampiamente utilizzate.
In  ogni  caso,  è  importante  segnalare  che  le  innovazioni  intervenute  sul  fronte 
regolamentare non hanno modificato l'impostazione adottata dall'ordinamento inglese, 
incentrata sulla mancanza di una definizione istituzionale degli intermediari e dunque 
anche sulla mancanza di una definizione, a livello dei cd.  statutory instruments e in 
particolare nel FSMA, di ente creditizio.
2.5 -  Le integrazioni apportate al Testo Unico Bancario in attuazione delle direttive  
comunitarie emesse in materia
La diffusione del fenomeno, relativamente recente, unitamente alla scelta “politica” di 
non  ostacolare  lo  sviluppo  del  settore,  limita  l'esistenza  di  disposizioni  specifiche 
applicabili  ai mezzi di pagamento su Internet; tuttavia, il giurista pur avvicinandosi 
all'universo degli  e-payments con meditata cautela, in modo da evitare che frettolose 
soluzioni siano successivamente  smentite  o,  viceversa,  rese  obsolete  dalla rapida e 
incessante evoluzione del mercato telematico, è intervenuto con tempestività tanto da 
porre il nostro Paese all'avanguardia nella disciplina del documento elettronico e dei 
contratti  conclusi  mediante  supporti  telematici,  spesso  anticipando  la  pur  celere 
evoluzione dell' Information Technology.
Come già detto, l’adeguamento dell’ordinamento italiano alle previsioni comunitarie 
ha avuto luogo a seguito dell’approvazione della legge 1 marzo 2002, n. 39 (c.d.”legge 
comunitaria  2001”277),  la  quale  ha  dettato  le  linee  guida  in  materia  di  politica 
economica per il periodo 2001-2006 e, agli art. 55 e 56278, ha introdotto modifiche di 
277   Il testo di tale legge è pubblicato in G.U. n. 72 del 26 marzo 2002, suppl. ord. n. 54.
278   Quest'ultimo rubricato “disposizioni in materia di prevenzione dell'uso del sistema finanziario a scopo di  
riciclaggio dei proventi di attività illecite”, dispone che “ ai  fini dell'attuazione delle direttive 2000/46/CE e 
2000/28/CE del Parlamento europeo e del Consiglio, entrambe del 18 settembre 2000, in materia di istituti di 
moneta elettronica: a) all'articolo 13, comma 1, del decreto-legge 15 dicembre 1979, n. 625, convertito, con 
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 rilievo al T.U.B., attuate mediante l’introduzione, nello stesso, del Titolo V-bis (art. 
114-bis – 114-quinquies), dedicato agli “Istituti di moneta elettronica”. 
Il  nostro  legislatore  delegato  ha  infatti  scelto  di  non  intervenire  direttamente, 
modificando l’impianto originario del  T.U.B.  e con questo la  nozione di  banca ivi 
accolta all’art. 10, ma ha preferito inserire un nuovo titolo (V-bis appunto) dedicato 
alla disciplina di questa nuova figura di intermediario, ricavando dallo statuto generale 
dell’impresa bancaria uno statuto “speciale” contenente le regole ad esso applicabili. 
Pertanto,  l’art.  114-bis  del  T.U.B.,  recependo  gli  orientamenti  espressi  in  ambito 
comunitario, stabilisce che l'emissione di moneta elettronica sia da riservarsi sia alle 
banche  che  agli  IMEL;  questi  ultimi  possono svolgere  tale  attività  esclusivamente 
mediante la trasformazione immediata in valore telematico dei fondi ricevuti.
Ed invero, nel nostro ordinamento tale attività era, già prima dell’emanazione delle 
citate direttive, riservata alle banche sulla base di quanto disposto dall’art. 10, terzo 
comma del T.U.B., laddove si prevede che gli enti creditizi possano esercitare, oltre 
all’attività  bancaria  ex  primo  comma  del  medesimo  articolo,  “ogni  altra  attività 
finanziaria,  secondo  la  disciplina  propria  di  ciascuna,  nonché  attività  connesse  e 
strumentali”279.
Inoltre,  l’emissione e la gestione di strumenti  di pagamento sono annoverate tra le 
attività ammesse al mutuo riconoscimento ex art. 1, secondo comma, lett. f), n. 5 del 
T.U.B.,280 cui fa da pendant l’art. 11, quinto comma, T.U.B., il quale nega la possibilità 
a soggetti diversi dalle banche di “effettuare ogni forma di raccolta di fondi a vista 
modificazioni, dalla legge 6 febbraio 1980, n.15, come sostituito dall'art 2, comma 1, del decreto-legge 3 maggio 
1991, n. 143, convertito, con modificazioni, dalla legge 5 luglio 1991, n. 197, è aggiunta, in fine ì, la seguente  
lettera “m-bis) istituti di moneta elettronica”; b) all'articolo 13, comma 3, del decreto-legge 15 dicembre 1979, n.  
625, convertito, con modificazioni, dalla legge 6 febbraio 1980, n. 15, come sostituito dall'articolo 2, comma 1,  
del decreto-legge 3 maggio 1991, n.143, convertito, con modificazioni, dalla legge 5 luglio 1991, n. 197, la 
parola: “m)” è sostituita dalla seguente:”m-bis)”; c) all'articolo 4, comma 1, del decreto-legge 3 maggio 1991, n. 
143, convertito con modificazioni, dalla legge 5 luglio 1991, n. 197, dopo le parole:”gli enti creditizi”, sono 
inserite le seguenti:”gli istituti di moneta elettronica”.
279   Sul punto v. PACILEO, L’attuazione in Italia delle direttive comunitarie in materia di e-money, cit., p. 232 
e SZEGO, La definizione di attività bancaria e finanziaria tra legge e innovazione, cit., p. 25. 
280   Cfr. inoltre l’allegato n.1 alla direttiva 2000/12/CE.
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 collegata  all’emissione  o  alla  gestione  di  mezzi  di  pagamento  a  spendibilità 
generalizzata”281.
Tuttavia, a seguito del recepimento dei provvedimenti comunitari, l’assetto normativo 
è rimasto pressoché incompleto fino all’adozione della disciplina di dettaglio, la cui 
predisposizione è stata affidata, quale competente autorità interna, alla Banca d’ Italia. 
Tale legittimazione si fonda, tra l’altro, sul richiamo operato dall’art. 114-quater, terzo 
comma del T.U.B., a quanto disposto dall’art. 146 del T.U.B., laddove si prevede che 
“La  Banca  d'Italia  può  stabilire,  a  fini  prudenziali,  un  limite  massimo  al  valore 
nominale della moneta elettronica”; e inoltre “la Banca d’Italia promuove il regolare 
funzionamento dei  sistemi di  pagamento.  A tal  fine  essa  può emanare  disposizioni 
volte ad assicurare sistemi di compensazione e di pagamento efficienti”282. 
Tutto ciò premesso, in coerenza con le linee guida fissate dall'eurosistema, la Banca 
d'Italia, con la comunicazione n. 39423 del 12 febbraio 2001, relativa allo “Schema 
delle  informazioni  sui  progetti/prodotti  di  moneta  elettronica”,  ha  affermato  che 
l'emissione di moneta elettronica è preclusa agli intermediari finanziari regolamentati 
dal V del T.U.B.; successivamente, con la delibera del 4 marzo 2003, da un lato, e con 
le  Istruzioni  di  vigilanza  della  Banca  d'Italia  concernenti  la  “trasparenza  delle 
operazioni e dei servizi degli intermediari finanziari”, e segnatamente degli Istituti di 
moneta  elettronica,  emesse  il  25  luglio  2003,  dall'altro,  cessa  l'ultrattività  della 
281   Con riferimento a tale previsione, vi è da precisare che, a seguito dell’introduzione della disciplina sulla 
moneta elettronica, è stato inserito il comma 2-bis, nel quale si dispone che la ricezione di fondi collegata 
all’emissione di e-money non costituisce attività di raccolta del risparmio fra il pubblico.
282   La collocazione di tale articolo tra le disposizioni transitorie e finali è indice del rapporto intercorrente tra  
la funzione di Sorveglianza sui sistemi di pagamento e l’attività di Vigilanza sulle banche e sugli intermediari  
finanziari  riconosciuta  alla  Banca  d’Italia.  In  particolare,  la  prima è rivolta  essenzialmente  ai  sistemi  ed ai 
circuiti di pagamento, segnatamente alle strutture, regole e condizioni tecnico-operative di funzionamento degli  
stessi.  Come è stato sottolineato,  “ne discende che l’ambito soggettivo della  Sorveglianza non è delimitato,  
estendendosi  a  tutti  quei  soggetti,  persone fisiche  e giuridiche,  comunque coinvolti  in  tale  funzionamento.” 
L’attività di Vigilanza mira invece alla tutela della stabilità del sistema creditizio e finanziario, da raggiungersi e  
mantenere attraverso la sana e prudente gestione di  una ben individuata categoria di  soggetti.  Come è stato 
rilevato, “si tratta di un approccio su basi essenzialmente individuali, rispetto a quello tipicamente di sistema 
proprio della Sorveglianza, anche se l’obiettivo ultimo è, per entrambe le funzioni, quello di contribuire alla 
stabilità finanziaria complessiva”. Così DORIA-FUCILE-TAROLA, La sorveglianza sui sistemi di pagamento, 
cit., p. 192 ss.
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 disciplina della trasparenza bancaria che durava dal 1992 (anno di emanazione della 
legge n.  154,  la  quale  per  quasi  un decennio  è  stata  priva  della  regolamentazione 
attuativa ivi prevista).
Più recentemente, il 24 febbraio 2004 è stato emesso dalla stessa Banca d'Italia, in 
piena aderenza ai prevalenti standard internazionali consolidati in materia, nonché al 
parere reso dalla Banca Centrale Europea, un provvedimento attuativo dell'art.  146 
T.U.B.,  il  quale,  conformemente alla  policy di  promuovere gli  interessi  sottesi  alle 
finalità di trasparenza e di assicurare l'incisività dell'azione della Sorveglianza, formula 
chiari  standards e  principi  cui  gli  operatori  devono  improntare  la  loro  azione  nei 
sistemi dei pagamenti con lo scopo da una parte di snellire le modalità di esercizio 
nella  funzione  e  contemporaneamente  di  garantire  la  generale  conoscibilità  dei 
connessi strumenti, dall'altra cercando di elaborare le analisi e l'esperienza concreta 
che ha caratterizzato i  primi anni  di  lavoro della Sorveglianza della Banca d'Italia 
sempre  rispettando  i  principi  elaborati  nelle  sedi  istituzionali  e  di  cooperazione 
internazionale.
Da  ultimo,  la  Banca  d'Italia  ha  emanato  il  26  marzo  2004  la  circolare  n.  253 
riguardante le “Istruzioni di Vigilanza per gli Istituti di Moneta elettronica (IMEL)”283, 
in cui l'Istituto Centrale ribadisce che gli IMEL, in quanto intermediari diversi dalle 
banche,  hanno  come  oggetto  esclusivo  della  loro  attività  l'emissione  di  moneta 
elettronica,  gravandoli  negativamente  dell'onere,  al  fine  di  conseguire  il  rilascio 
dell'autorizzazione, di possedere un capitale iniziale di almeno un milione di euro e un 
patrimonio  sufficiente  per  fronteggiare  le  passività  emesse,  investito  in  attività 
abbastanza  liquide  e  poco  rischiose  per  far  fronte  ai  propri  impegni,  nonché  una 
struttura organizzativa adeguata all'attività che intendono svolgere, ma, al contempo 
positivamente, garantendo loro una disciplina semplificata che si articola, da un lato, 
in  limiti  massimi  all'emissione  della  stessa  digital  money e,  dall'altro,  nella 
circoscrizione dell'ambito in cui essa è spendibile.
283   In Gazzetta Ufficiale della Repubblica Italiana n. 125 aggiornata il 31 maggio del 2007.
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 Le disposizioni generali contenute nelle Istruzioni individuano, in conformità a quanto 
disposto dall’art. 114-bis del T.U.B., i caratteri fondamentali della moneta elettronica e 
degli istituti emittenti, prevedendo l’adozione di un sistema di vigilanza prudenziale su 
questi ultimi “calibrato sulle specificità di tali intermediari ed ispirato al paradigma 
della sana e prudente gestione” dell’ente284,  che si traduce nel divieto di concedere 
crediti sotto qualsiasi forma e nel collegato obbligo di circoscrivere la propria attività 
alla sola emissione dell'e-money attraverso la trasformazione immediata delle somme 
ricevute  in  moneta  digitale,  cui,  tuttavia,  possono  connettersene  altre  strumentali 
(quale, ad esempio, la prestazione di taluni servizi di pagamento).
Se è vero che, ai sensi dell'art. 114 bis T.U.B., gli IMEL possono esercitare solamente 
l'attività di emissione di moneta elettronica mediante la trasformazioni immediata dei 
fondi ricevuti, nonché – nei limiti stabiliti dalla Banca d'Italia – attività connesse e 
strumentali  a  servizi  di  pagamento,  ciò  trova  conferma  in  quanto  espressamente 
stabilito nell'art. 1 del capitolo V delle “Istruzioni”.
Nei successivi capitoli VI e VII, dedicati a parametri individuati come essenziali per 
garantire la solvibilità degli IMEL, è coniata la nozione di “patrimonio di vigilanza”, 
costituito da due componenti, il patrimonio di base e il patrimonio supplementare, i cui 
elementi  possono  essere,  ovviamente,  sia  positivi  che  negativi;  la  sezione  III  del 
capitolo  VII,  invece,  è  dedicata  essenzialmente  all'assunzione  dei  rischi  ponendosi 
come obiettivo il contenimento dei rischi di mercato cui può incorrere l'IMEL: a tale 
scopo, esso può stipulare contratti derivati al fine di coprire il rischio di posizione, che 
siano standardizzati, sufficientemente liquidi e negoziati su mercati regolamentati che 
prevedono il versamento di margini giornalieri.
Altro  profilo  essenziale  compendiato  nelle  “Istruzioni”  è  quello  afferente 
l'organizzazione amministrativa e contabile ed i controlli interni: atteso che il T.U.B. 
Affida  alla  Banca  d'Italia  il  compito  di  dettare  disposizioni  utili  a  disciplinare  gli 
284   Così le Istruzioni di Vigilanza, Capitolo primo, Sezione III in tema di “Caratteristiche dell’IMEL e della  
moneta elettronica”. 
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 IMEL, il  capitolo VIII,  conformemente  a quanto disposto nella delibera del CICR 
innanzi citata, enuncia norme di carattere generale che individuano i requisiti minimi i 
quali,  pertanto,  non  esauriscono  gli  interventi  adottabili  dai  competenti  organi 
aziendali  dell'IMEL e  che  sono  dimensionati  in  ragione  della  complessità  e  della 
specificità degli stessi.
La  sezione I  del  suddetto  capitolo  evidenzia  in  premessa  che  una  gestione  sana  e 
prudente  dipende  anche  dall'assetto  organizzativo  adeguato  alla  dimensione  e  alla 
vocazione operativa dell'IMEL; in tal senso, essa deve rispondere a criteri di coerenza 
con le linee strategiche gestionali indicate dall'organo amministrativo, il cui ruolo è 
fondamentale per il conseguimento di un efficiente sistema dei controlli interni.
Il capitolo IX delle “Istruzioni” in esame da cui discende il contenuto del comma 2 
dell'art.  114-ter,  rubricato “autorizzazione all'attività e operatività transfrontaliera” é 
dedicato agli IMEL che intendono insidiare una succursale in un Paese appartenente 
all'UE: essi devono preliminarmente inoltrare una comunicazione alla Banca d'Italia 
contenente sia l'indicazione del Paese UE ove intendono insediarsi, sia il programma 
di attività concernente le operazioni che intendono svolgere, anche con riferimento alle 
altre attività diverse dall'emissione di moneta elettronica.
Quanto all'operatività da parte di IMEL italiani nei Paesi extracomunitari, la stessa è 
subordinata  alla  preventiva  autorizzazione  della  Banca  d'Italia  che  è  tenuta  a 
provvedervi entro il termine di 90 giorni dalla ricezione della comunicazione; al pari 
dell'inizio dell'operatività, ogni modifica che l'IMEL intende apportare all'operatività 
della  propria  succursale  per  quanto  attiene  all'attività  esercitata,  alla  struttura 
organizzativa, ai dirigenti responsabili, al recapito, deve essere comunicata alla Banca 
d'Italia e all'Autorità adita del Paese ospitante.
L'esercizio in Italia di attività diverse dall'emissione di moneta elettronica da parte di 
un  IMEL comunitario  è  subordinato  all'autorizzazione  della  Banca  d'Italia,  il  cui 
rilascio sottostà, da un lato, all'effettivo svolgimento nello Stato membro di origine 
delle attività che l'IMEL  intende svolgere in Italia, dall'altro, alla presentazione di un 
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 programma di attività nel quale sono particolareggiate le attività che l'IMEL intende 
svolgere,  nonché  quelle  che  saranno  prestate  attraverso  una  succursale;  i  relativi 
controlli  attengono  alla  situazione  di  liquidità  e  ai  rischi  di  mercato,  valutati  in 
collaborazione con le Autorità competenti dello Stato di origine: se queste ultime lo 
richiedono, la Banca d'Italia procede direttamente ad accertamenti ispettivi presso le 
succursali dell'IMEL comunitario ovvero concorda altre modalità di verifica.
Uno specifico settore delle “Istruzioni” (le sezioni IV e V del capitolo IX) è dedicato 
all'operatività  di  un IMEL extracomunitario  in  Italia:  l'insediamento di  una propria 
succursale  nel  nostro  Paese  è  subordinato  all'autorizzazione  del  Ministero 
dell'Economia e delle Finanze, d'intesa con il Ministero degli Affari Esteri, ascoltata la 
Banca d'Italia.
Per quanto concerne gli IMEL c.d.”ad operatività limitata”, secondo quanto disposto 
nel  capitolo  X  delle  “Istruzioni”,  per  esse  è  essenziale  la  sussistenza  di  alcuni 
condizioni; in ogni caso gli IMEL a operatività limitata devono adottare dei criteri di 
diversificazione degli investimenti, in modo da assicurare una sana e prudente gestione 
dei fondi ricevuti a fronte della moneta elettronica emessa.
Nell'esercizio  della  funzione  di  vigilanza,  l'Istituto  di  sorveglianza  deve  essere 
tempestivamente  informato delle  variazioni  statuarie  e  delle  modifiche del  capitale 
adottate  dall'IMEL,  nonché  dell'avvenuta  iscrizione  nel  registro  delle  imprese,  in 
quanto ad esso compete l'esercizio, oltre che della vigilanza “informativa”, anche di 
quella “ispettiva” che deve essere svolta sia presso gli IMEL autorizzati in Italia, sia  
presso le succursali in Italia degli Istituti di moneta elettronica comunitari, nel caso in 
cui le competenti autorità dello Stato comunitario d'origine lo richiedano.
I responsabili dell'eventuale procedimento amministrativo, secondo la sez. I, cap XII, 
par. 3, delle “Istruzioni”, sono il titolare della filiale della Banca d'Italia competente 
per territorio, da un lato, ed il capo dell'Ispettorato Vigilanza, dall'altro.
Infine il capitolo XIII del provvedimento in esame affronta le “Disposizioni in materia 
di trasparenza” e rinvia alle norme contenute nel provvedimento del Governatore del 
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 25 luglio 2003, dedicando la sezione III ai “Contratti”.
2.6 -  Le recenti direttive con particolare riferimento alla c.d Nuova Direttiva sulla  
moneta elettronica 2009/110/CE
Nel contesto europeo caratterizzato dalla lentezza nell'attuare un sistema integrato di 
circolazione della moneta unica europea, l'Euro, si afferma la direttiva 2007/64/CE 
che, entrata in vigore dal 1° novembre 2009, “relativa ai servizi di pagamento285 nel 
mercato  interno  che  modifica  le  direttive  1997/7/CE,  2002/65/CE,  2005/60/CE  e 
2006/48/CE  e  che  abroga  la  direttiva  1997/5/CE”286,  favorisce,  accanto  allo 
smantellamento  delle  frontiere  ed  alla  conseguente  armonizzazione287 mediante  la 
promozione  del  processo  di  innovazione  dei  sistemi  europei  di  pagamento288 al 
dettaglio, una maggiore omogeneità degli standard operativi che supportano gli stessi 
nei singoli Paesi membri, che, in realtà, sono ancora disciplinati da regimi nazionali 
profondamente eterogenei289: infatti, mentre in alcuni Stati la prestazione dei servizi di 
pagamento  è  riservata  alla  banche  (Francia),  in  altri  è  pressocchè  libera  (Gran 
285   I servizi di pagamento sono definiti, nell’allegato della direttiva, come le operazioni che permettono:
• l’esecuzione di ordini di pagamento, incluso il trasferimento di fondi, su un conto di pagamento presso 
il prestatore di servizi di pagamento;
• l’esecuzione di operazioni pagamento mediante carte di pagamento;
• l’emissione e/o acquisizione di strumenti di pagamento;
• le rimesse di denaro;
• l’esecuzione di operazioni di pagamento ove il consenso del pagatore ad eseguire l’operazione sia dato 
mediante  un  dispositivo  di  telecomunicazione,  digitale  o  informatico  e  il  pagamento  sia  effettuato 
all’operatore  del  sistema  o  della  rete  di  telecomunicazioni  o  digitale  o  informatica  che  agisce 
esclusivamente come intermediario tra l’utente di servizi di pagamento e il fornitore di beni e servizi.
286   Pubblicata in G.U.C.E. 5 DICEMBRE 2007, L 319, p. 1. Per l'esegesi della stessa si rinvia a P.MODIANO, 
Le banche italiane verso la Sepa e la direttiva sui servizi di pagamento, in Bancaria, 2008, 1, p. 10-14.
287   Considerando 1.
288   Sistemi di trasferimenti di fondi regolati “da disposizioni formali e standardizzate e regole comuni per il  
trattamento, la compensazione e/o il regolamento di operazioni di pagamento” ( art. 4, n. 6).
289   Cfr. considerandi 2 e 3.
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 Bretagna) ed in altri ancora è ammessa anche per categorie di intermediari finanziari 
(Italia).
I cambiamenti più importanti e degni di rilievo introdotti da questa direttiva290 sono 
due:  il  coinvolgimento  delle  associazioni  dei  consumatori  nel  Forum  degli 
stakeholders, così da ampliare il ruolo e la responsabilità dell'utente291, e soprattutto, la 
storica  apertura  dell'Unione  Europea  al  riconoscimento  di  una  nuova  figura  di 
intermediario  finanziario,  la  c.d. payment  institution292,  specializzato,  anche  “senza 
avere i requisiti di una banca”293, nell'offerta di servizi di pagamento al dettaglio con 
moneta  elettronica  (se  è  l'unica  attività  svolta  si  configura  una  payment  institution 
“pura”), nonché nello svolgimento di altre attività legate all'esecuzione di pagamenti 
(in questo caso si configura una payment institution “ibrida”).
Da evidenziare rispetto al tema centrale di questa trattazione che, nonostante essendo 
sottoposto al  regime di  vigilanza prudenziale  meno gravoso di  quello  inizialmente 
applicato agli IMEL dalla direttiva 2000/46/CE294,  a tale “istituto di pagamento” la 
Direttiva in esame non ha consentito l'emissione di moneta elettronica, non avendo né 
regolamentato  quest'ultima,  né  modificato  il  regime prudenziale  degli  istituti  di  e-
290   Il suo ambito di applicazione ricomprende tutti gli strumenti di pagamento Euro e nelle altre valute degli  
Stati Membri dell'U.E., fatta eccezioni per i servizi che si basano su un titolo cartaceo (assegni, effetti cambiari,  
ecc.).
291   “Una persona fisica o giuridica che si avvale di un servizio di pagamento in qualità di pagatore  i di  
beneficiario o di entrambi” (art.4, n. 4).
292   “Una persona giuridica che è stata autorizzata, a norma dell'articolo 10, a prestare ed eseguire servizi di 
pagamento in tutta la Comunità” (art.4, n. 4).
293   Pertanto, in tale categoria possono essere ricompresi anche: a) istituti di moneta elettronica, b) istituti di  
pagamento, c) Poste Italiane SPA, d) Banca Centrale Europea e Banche Centrali Nazionali -quando non agiscono 
in veste di autorità monetarie o altre autorità pubbliche-, e)Pubbliche Amministrazioni statali, regionali e locali 
-quando non agiscono in veste di autorità pubbliche- (art. 1, comma 1).
294   L'autorizzazione a svolgere attività come payment institution “ è subordinata alla presentazione alle autorità 
competenti dello Stato membro d'origine di una domanda correlata” da informazioni relative al programma di 
attività, al piano aziendale comprendente una stima provvisoria del bilancio per i primi tre esercizi finanziari,  
alla  sussistenza del  capitale  iniziale  così  come richiesto all'art.  6  della  medesima direttiva,  ai  dispositivi  di 
governo societario ed ai meccanismi di controllo interno, all'organizzazione strutturale, all'identità delle persone 
che  detengono  partecipazione  nel  capitale,  degli  amministratori  e  delle  persone responsabili  della  gestione, 
nonché ai revisori legali dei conti e delle imprese di revisione contabile (art. 5).
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 money di cui alla Direttiva appena citata.
Andando avanti  nell'esame delle “giovani” direttive comunitarie non ci  si  può non 
soffermare sulla c.d. “Nuova Direttiva sulla moneta elettronica” o “Direttiva IMEL2”, 
la recentissima direttiva 2009/110/CE295, recepita in Italia tramite il d.lgs. n. 45 del 16 
aprile  2012296,  che  nasce  dalla  consapevolezza  dei  limiti  e  della  ambiguità  delle 
“anziane” direttive prese in esame:
1. nel  riesame della direttive 2000/46/CE “la Commissione297 ha evidenziato la 
necessità di riformulare tale direttiva, in quanto si ritiene che alcune delle sue 
disposizioni hanno ostacolato l'emergenza di un vero mercato unico dei servizi 
di moneta elettronica nonché lo sviluppo di servizi di agevole utilizzo”298;
2. la direttiva 2007/64/CE ha creato un quadro giuridico moderno e coerente per i 
servizi  di  pagamento,  che  comprende  il  coordinamento  delle  disposizioni 
nazionali relative ai requisiti prudenziali per una nuova categoria di prestatori di 
servizi (“gli istituti di pagamento”)299, ma indubbiamente penalizzante per gli 
ormai consolidati “istituti emittenti di moneta elettronica”.
295   Pubblicata in G.U.C.E. 10 ottobre 2009, L 267, p. 7, e consultabile su 
http://eurlex.europa.eu/LexUriServ/LexUriServ.do?uri=OJ:L:2009:267:0007:0017:it:PDF .
296   Il d.lgs. 16 aprile 2012, n. 45 ha riformato la disciplina italiana degli Istituti di moneta elettronica (IMEL) e  
dell'electronic money, novellando gli artt. 114 bis- 114 quinquies e introducendo ex novo gli artt. 114 quinquies.1 
– 114 quinquies.4 e l'art. 126 novies del testo unico bancario (t.u.b.). 
297   Le ambiguità e le lacune in riferimento alla prima diretta IMEL sono state evidenziate, in particolare, dal  
Commission  staff  working  document  on  the  Review  of  the  E-Money  Directive del  19  luglio  2006.In  tale 
documento  sono  evidenziate  le  principale  criticità,  ritenute  ostacoli  significati  all'auspicata  diffusione  della 
moneta elettronica. Quanto alla revisione della prima direttiva IMEL si esclude la necessità di ulteriori misure a 
tutela  dei  detentori;  si  auspica  l'abbassamento  del  capitale  minimo  richiesto  per  l'esercizio  dell'attività  di  
emissione di moneta elettronica; si dubita dell'efficacia delle deroghe previste dalla prima direttiva IMEL; si 
nega sia necessario proibire espressamente agli IMEL di corrispondere interessi sulle somme ricevute a fronte 
dell'emissione di  moneta elettronica  (sottolineandosi,  al  riguardo,  che solo un ente,  alla  data  di  stesura del  
documento, risultava aver concesso interessi su dette somme). Vengono poi riportati (a p. 6) numerosi dati –  
giudicati del tutto insoddisfacenti – sia sugli istituti emittenti (comprese le banche), sia sulla moneta elettronica  
emessa. Il documento è interessante anche per la successiva descrizione (a p.7) di vari tipi di moneta elettronica 
e  perchè  riporta  il  dato  per  cui  molti  soggetti,  consultati  in  relazione  alla  scarsa  diffusione  della  moneta  
elettronica, hanno dichiarato di non comprendere quali siano i vantaggi connessi alla sua emissisone.
298   Considerando 2.
299   In questi termini, espressamente, il terzo considerando della direttiva.
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 Pertanto,  la  direttiva  in  questione,  “concernente  l'avvio,  l'esercizio  e  la  vigilanza 
prudenziale dell'attività degli istituti  di moneta elettronica, che modifica le direttive 
2005/60/CE  (in  tema  di  riciclaggio)  e  2006/48/CE  (relativa  all'attività  degli  enti 
creditizi)300 e  che  abroga  la  direttiva  2000/46/CE (la  c.d.  “Prima direttiva  IMEL”, 
relativa anch'essa all'avvio, all'esercizio e alla vigilanza prudenziale degli istituti  di 
moneta elettronica)  si pone i seguenti obiettivi:
• “eliminare gli ostacoli all'entrata sul mercato e agevolare l'avvio e l'esercizio 
dell'attività  di  emissione  di  moneta  elettronica”,  elaborando  una  nuova 
definizione di  e-money più ampia e tecnicamente “neutra”301, che ricomprenda 
sia quella detenuta su un dispositivo di pagamento in possesso del detentore di 
moneta elettronica, sia quella memorizzata a distanza su un server e gestita da 
un titolare tramite un conto specifico302;
• “riesaminare le norme di disciplina degli istituti di moneta elettronica, in modo 
da assicurare condizioni di parità a tutti i prestatori di servizi di pagamento”303, 
300   E v., in particolare, gli artt. 19 e 20 della direttiva.
301   Con la direttiva 2009/110/CE il legislatore europeo ha ulteriormente precisato e definito il concetto di  
moneta elettronica,  che ha delineato come:”il  valore monetario memorizzato elettronicamente,  ivi inclusa la  
memorizzazione  magnetica,  rappresentato  da  un  credito  nei  confronti  dell'emittente  che  sia  emesso  dietro  
ricevimento di fondi per effettuare operazioni ai sensi dell'articolo 4, punto 5), della direttiva 2007/64/CE e che  
sia accettato da persone fisiche o giuridiche diverse dall'emittente di moneta elettronica”.La nuova definizione, 
lungi dal rappresentare un mero formalismo, è di fondamentale importanza come sottolineato dal Considerando 
n. 7 della Direttiva in parola secondo cui:“occorre che tale definizione copra tutte le situazioni nelle quali il  
prestatore di servizi di pagamento emetta un valore prepagato memorizzato in cambio di fondi, che può essere  
utilizzato come strumento di pagamento poiché è accettato da terzi come pagamento”.
La  stessa  definizione  esclude  espressamente  dall'ambito  dell'applicazione  della  norma  i)  gli  strumenti  di  
pagamento a spendibilità limitata (ad esempio “le tessere clienti, le carte carburante, le tessere di membro, le  
tessere per i mezzi di trasporto pubblici, i buoni pasto o i buoni per servizi quali quelli relativi all'assistenza dei  
figli, o ai regimi dei servizi sociali o dei servizi che sovvenzionano l'impiego di personale per svolgere lavori  
domestici  come  pulizie,  la  stiratura  o  il  giardinaggio);  e  ii)  i  sistemi  di  pagamento  che  consentono  la 
memorizzazione di “valore monetario utilizzato per l'acquisto di beni o servizi digitali quando, a causa della  
natura del bene o del servizio, l'operatore apporta a tale bene o servizio un valore aggiunto intrinseco”.
302   “Tale definizione dovrebbe essere abbastanza generale da non ostacolare l'innovazione tecnologica e da 
includere non soltanto tutti i prodotti di moneta disponibili oggi sul mercato, ma anche i prodotti che potrebbero 
essere sviluppati in futuro” (Considerando n. 8).
303   Direttiva 2009/110/CE, Considerando 4.
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 rendendo  meno  gravosi  gli  oneri  richiesti  ad  un  IMEL,  da  un  lato,  ed 
autorizzando  l'esercizio  non  esclusivo  dell'attività  di  emissione  di  moneta 
elettronica304, dall'altro, così promuovendo l'”armonizzazione con il regime di 
vigilanza  prudenziale  applicabile  agli  istituti  di  pagamento  disciplinati  dalla 
direttiva 2007/64/CE”305 e “la concorrenza leale” con gli enti creditizi” per lo 
stesso servizio nell'ambito di una più vasta gamma di istituti, a vantaggio dei 
detentori di moneta elettronica”. Pertanto, il legislatore comunitario legittima 
l'introduzione di una nuova categoria, gli istituti di moneta elettronica ibridi306, 
cui  è  riconosciuta  la  facoltà  di  esercitare  alcuni  servizi  di  pagamento 
supplementari, a condizione che  non entrino in conflitto con l'attività primaria, 
espressamente elencati nell'art. 6, comma 1, direttiva 2009/64/CE, tra i quali, 
tuttavia, non è ricompresa la raccolta di depositi o altri fondi rimborsabili dal 
pubblico.
In  tale  ottica,  particolare  rilevanza  assume  l'art.  20,  che,  nell'apportare  importanti 
modifiche alla direttiva 2006/48/CE “relativa all'accesso all'attività degli enti creditizi 
ed  al  suo  esercizio”,  qualifica  l'istituto  di  moneta  elettronica  non  più  come  ente 
creditizio, bensì come ente finanziario, ovvero, come sancito dal modificato art. 4, n. 
5,  direttiva  2006/48/CE,  “un'impresa  diversa  da  un  ente  creditizio,  la  cui  attività 
304   Cfr. Considerando n. 10 e  n. 12.
305   Considerando n. 9. Di conseguenza, ai sensi dell'art. 3, le condizioni per l'avvio e l'esercizio dell'attività di  
emissione della moneta elettronica sono le medesime espressamente elencate nell'art. 5, direttiva 2007/64/CE, 
con riferimento alle payment institutions.
306  Con  l’introduzione  della  disciplina  degli  IMEL ibridi  il  legislatore  conferma  l’intento  di  agevolare 
l’ingresso nel  mercato dei pagamenti di imprese commerciali – e, in particolare, di soggetti operanti nel settore 
della grande distribuzione e delle telecomunicazioni – che potranno competere, a parità di condizioni, con i  
soggetti tradizionalmente operanti nel mercato dei servizi di pagamento. La facoltà per gli IMEL di operare in 
forma ibrida è consentita esclusivamente a condizione che gli stessi costituiscano per lo svolgimento dell'attività 
imprenditoriali un apposito patrimonio destinato ai sensi dell’articolo 2447-quater c.c. e  nominino uno o più 
responsabili cui sia affidata la gestione di tale patrimonio. I poteri di vigilanza della Banca d’Italia risulteranno  
circoscritti all’attività di emissione di moneta elettronica e alla prestazione di servizi di pagamento. La disciplina  
degli IMEL ibridi in consultazione riguarda direttamente anche gli intermediari finanziari non bancari iscritti 
nell’elenco  di  cui  all’articolo  106  del  TUB  che  con  apposita  autorizzazione  –  a  fronte  delle  forme  di 
segregazione patrimoniale indicate – potranno emettere moneta elettronica e prestare servizi di pagamento. 
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 principale consiste nell'assunzione di partecipazioni o nell'esercizio di una o più delle 
attività di cui ai punti da 2 a 12 e al punto 15, dell'allegato I” della direttiva da ultimo 
citata.
Inoltre, ai sensi del successivo art. 10, “gli Stati membri vietano l'emissione di moneta 
elettronica  alle  persone  fisiche  o  giuridiche  che  non  sono  emittenti  di  moneta 
elettronica”, fatta eccezione per “gli istituti di moneta elettronica che abbiamo avviata 
prima del 30 aprile 2011 attività in conformità del diritto interno al recepimento della 
direttiva 2000/46/CE nello Stato membro in cui è situata la loro sede sociale” (art. 18).
Dunque, è estremamente importante per la direttiva in esame il ruolo che deve essere 
assunto dagli Stati membri nell'attività di emissione di e-money307, in quanto essi:
1. “garantiscono  che  gli  emittenti  di  moneta  elettronica  emettano  moneta 
elettronica al valore nominale dietro ricevimento di fondi” ( art. 11, comma 1);
2. “vietano la concessione di  interessi  o di  qualsiasi  altro  beneficio legato alla 
durata di detenzione di moneta elettronica da parte del detentore della stessa” 
(art. 12);
3. “impongono agli  istituti  di  moneta  elettronica  di  tutelare  i  fondi  ricevuti  in 
cambio  di  moneta  elettronica  emessa308,  conformemente  a  quanto  stabilito 
dall'articolo 9, paragrafi 1 e 2 della direttiva 2007/64/CE” (art.7, comma 1);
4. “assicurano che, su richiesta del detentore di moneta elettronica, gli emittenti di 
moneta elettronica rimborsino, in qualsiasi momento” (anche parzialmente, se 
tale sollecitazione è presentata prima della scadenza del relativo contratto) “ e al 
valore nominale, il valore monetario della moneta elettronica detenuta” (art. 11, 
307   Secondo il Considerando n. 13, “emissione di moneta elettronica non costituisce un'attività di raccolta di 
depositi ai sensi della direttiva 2006/48/CE del Parlamento europeo e del Consiglio, del 14 giugno 2006, relativa 
all'accesso all'attività degli enti creditizi ed al suo esercizio, dato il suo carattere specifico di sostituto elettronico  
di monete e delle banconote, utilizzabile per effettuare pagamenti generalmente di piccoli importi e non come 
strumento di risparmio”.
308   Come sancito dall'art.  5,  comma3, “  i  fondi propri  di  un istituto di  moneta elettronica per attività  di 
emissione della moneta elettronica sono almeno pari  al 2% della moneta elettronica media in circolazione”-
ovvero ”la media dell'importo totale delle passività finanziarie connesse alla moneta elettronica emessa alla fine 
di ogni giorno civile nel corso dei sei mesi civili precedenti, calcolata il primo giorno di ogni mese civile e 
applicato a tale mese” (art. 2, n. 4) -.
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 comma 2).
Al  fine  di  semplificare,  le  modifiche  della  direttiva  apportate  alla  disciplina 
prudenziale degli IMEL si possono sintetizzare nei seguenti punti:
• Capitale  sociale  IMEL.  L'art.  4  ha  ridotto  l’ammontare  del  capitale  sociale 
minimo per l’avvio dell’operatività è  da 1 milione di euro ad un importo non 
inferiore di 350 mila euro. 
• IMEL a operatività  limitata.  La Bozza di Decreto disciplina la  possibilità  di 
costituire  IMEL  a  operatività  limitata,  ovvero  sottoposti  ad  una 
regolamentazione meno invasiva, in ragione delle forti limitazioni alle attività 
esercitabili. 
• Rimborso di moneta elettronica. Per far fronte ad una prassi diffusa sul mercato 
che prevedeva l’estinzione del diritto al rimborso del valore monetario, trascorsi 
dodici  mesi  dalla  scadenza  del  rapporto,  è  stata  introdotta,  nella  Bozza  di 
Decreto, una norma che precisa che l’estinzione di tale diritto è assoggettata al 
termine di prescrizione ordinario di dieci anni ex articolo 2946 c.c.. La nuova 
bozza stabilisce che gli emittenti possono derogare al principio di gratuità del 
rimborso della moneta elettronica. 
• Distribuzione di moneta elettronica. Quanto alle reti di distribuzione, la Bozza 
di Decreto vieta l’emissione di moneta elettronica per il tramite di agenti. E’ 
invece  ammesso  il  ricorso  a  soggetti  convenzionati  per  le  attività  di 
distribuzione e rimborso della moneta elettronica emessa e, in ogni caso, per la 
prestazione dei servizi di pagamento. 
• Assetti proprietari. Nella Bozza di Decreto vengono richiamate le disposizioni 
relative  a  banche  e  ad  altri  soggetti  operanti  nel  settore  dei  pagamenti 
riguardanti: la disciplina degli assetti proprietari già prevista per le banche; gli 
obblighi  di  comunicazione  da  parte  del  collegio  sindacale;  i  requisiti  dei 
partecipanti al capitale e degli esponenti aziendali; le sanzioni amministrative 
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 nelle ipotesi di violazioni relative alle partecipazioni al capitale in un IMEL e 
agli obblighi di comunicazione delle stesse. 
• Disposizioni di trasparenza. Con riferimento alle disposizioni di trasparenza a 
cui  gli  IMEL  dovranno  attenersi  nella  prestazione  dei  propri  servizi,  dai 
documenti  in  consultazione  risulta  confermata  la  scelta  di  rinviare  alle 
medesime disposizioni  previste  in  generale  per  la  prestazione  dei  servizi  di 
pagamento. 
La direttiva in esame si impegna anche nella lotta contro i fenomeni della criminalità 
del  riciclaggio  e  del  finanziamento  del  terrorismo,  fissando nel  proprio  art.  19  gli 
importi massimi di moneta elettronica memorizzabili.
Un'ulteriore novità è rappresentata dall'introduzione, sancita dall'art. 13, di procedure 
di  reclamo e di  ricorso extragiudiziale  per  la  risoluzione delle controversie,  per  la 
disciplina  delle  quali  si  rinvia,  in  via  analogica,  a  quanto  applicato  agli  istituti  di 
pagamento dagli art. 80 ss., direttiva 2007/64/CE, “in quanto compatibile agli emittenti 
di moneta elettronica relativamente agli obblighi loro imposti dal presente titolo”.
Per quanto riguarda i rapporti  con i paesi terzi estranei all'Unione Europea, l'art.  8 
stabilisce che, da un lato, “gli Stati membri non applicano alle succursali di istituti di 
moneta elettronica aventi loro sede sociale al di fuori della Comunità, relativamente 
all'avvio e l'esercizio della loro attività, disposizioni da cui risulti un trattamento più 
favorevole di quello accordato agli istituti  di moneta elettronica aventi la loro sede 
sociale  all'interno  della  Comunità”  (comma  1),  e,  dall'altro,  “la  Comunità,  può, 
mediante  accordi  conclusi  con  uno  o  più  paesi  terzi,  stabilire  l'applicazione  di 
disposizioni intese a garantire che le succursali  di  un istituto di moneta elettronica 
avente sede sociale al di fuori della Comunità ricevano il  medesimo trattamento in 
tutta la Comunità” (comma3).
Nell'attuare  il  disposto  della  direttiva,  il  legislatore  italiano  ha  novellato  il  t.u.b. 
modificandolo innanzitutto,  la definizione di moneta elettronica contenuta all'art.  1, 
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 comma 2, lett h ter309, ii) riservando agli IMEL le disposizioni dettate, oggi, dagli artt. 
114 quarter, 114 quinquies, 114 quinquies.2, 114 quinquies.3 e 114 quinquies.4 e iii) 
rinnovando la disciplina della moneta elettronica, attualmente contenuta negli artt. 114 
bis, 114 ter, 114 quinquies.1 e 126 novies t.u.b.
Il  quadro  normativo che ne è  derivato  presenta,  senza  dubbio,  numerosi  profili  di 
interesse, sia per quanto concerne l'attività degli istituti di moneta elettronica, sia per 
quanto riguarda la disciplina civilistica della moneta elettronica.
Sotto il  primo aspetto è necessario menzionare le  disposizioni che consentono agli 
IMEL  di  prestare  servizi  di  pagamento  ed  attività  accessorie,  anche  in  assenza 
dell'autorizzazione  prevista  dall'art.  114  novies del  t.u.b.  per  IP310,  e  le  norme che 
ammettono, a determinare condizioni, IMEL ibridi.
Sotto il profilo privatistico, d'altra parte, la nuova normativa affronta una serie di temi 
di  centrale  importanza  sia  dal  punto  di  vista  operativo,  sia  dal  punto  di  vista 
dogmatico: il contenuto del contratto di emissione e del rapporto che, attraverso detto 
negozio,  si  instaura fra emittente e detentore;  i  limiti  e  le  modalità  d'utilizzo della 
moneta elettronica, nei rapporti fra detentore e soggetto beneficiario del pagamento; le 
caratteristiche del rapporto (eventualmente) sussistente fra quest'ultimo.
 
309   L'art 1, comma 2, lett.  h ter, t.u.b., definisce moneta elettronica come “il valore monetario memorizzato 
elettronicamente,  ivi  inclusa  la  memorizzazione  magnetica,  rappresentato  da  un  credito  nei  confronti 
dell'emittente che sia emesso per effettuare operazioni di pagamento come definite all'art. 1, comma 1, lett.  c), 
del d.lgs 27 gennaio 2010, n. 11, e che sia accettato da persone fisiche e giuridiche diverse dall'emittente”.
310   Art 114 quarter, comma 3, lett a, t.u.b. Sul punto si vedano, inoltr,e le Disposizioni di Banca Italia, pp. 60 
ss.;  cfr. in particolare,  il  cap IV, sez. I,  par. 1, ove – mediante una disposizione non priva di ambiguità – è  
previsto che “gli istituti di moneta elettronica possono esercitare l'attività di emissione di moneta elettronica e 
prestare  anche i  servizi  di  pagamento  non connessi  con  l'emissione  della  moneta  elettronica  dettagliati  nel 
programma di attività (cfr. Capitolo II, Sezione III)”. E v. le stesse Disposizioni, p. 14 (ove si chiarisce che gli  
IMEL, oltre all'attività di emissione di moneta elettronica, possono essere autorizzati a “la prestazione di servizi 
di pagamento anche non concessi con l'emissione di moneta elettronica”, e pare quindi si dia per scontato che gli 
IMEL prestino  –  o  perlomeno  possono essere  autorizzati  anche  alla  prestazione  di  –  servizi  di  pagamento 
connessi con l'emissione di moneta) e p. 62 (ove la previsione per cui “Le evidenze contabili relative alla moneta  
elettronica emessa” - e v. di seguito, al par. 3 - “sono tenute distinte rispetto a quelle relative alle somme di  
denaro detenute per la prestazione dei servizi di pagamento”).
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 2.7 – La dematerializzazione della moneta: D.Lgs. n. 201/2011
“Pecunia non olet”,  il  denaro non ha odore, dicevano i romani.  Secondo Svetonio, 
questa frase fu pronunciata da Vespasiano a cui il figlio Tito avrebbe rimproverato di 
avere messo una tassa sull’urina raccolta nelle latrine gestite dai privati. Tito, in segno 
di protesta, avrebbe tirato alcune monete in uno dei bagni. Il padre le avrebbe raccolte  
e, avvicinatele al naso, avrebbe pronunciato le fatidiche parole.
Insomma, per i romani il denaro era sempre il denaro, ma oggigiorno l’antico detto 
non vale più, o almeno vale in parte.
In Italia è in corso un violento quanto silenzioso attacco al denaro contante a colpi di 
norme. Difatti, il governo Monti con il decreto legge n. 201 del 6 dicembre 2011311 ha 
proprio l’obiettivo di disincentivare l’uso del contante e la conversione all'uso della 
moneta elettronica.
Al fine di favorire la modernizzazione e l’efficienza degli strumenti di pagamento, 
riducendo  i  costi  finanziari  e  amministrativi  derivanti  dalla  gestione  del  denaro 
contante,  l’art  12  del  d.lgs.  n.  201/2011  dispone  la  riduzione  del  limite  per  la 
tracciabilità  dei  pagamenti  a  1.000  euro  e  il  contrasto  all’uso  del  contante.  Per 
trasferire imposte superiori sono necessari gli interventi delle banche, uffici postali o 
istituti di moneta elettronica.
Le operazioni di pagamento delle pubbliche amministrazioni centrali e locali e dei loro 
enti devono essere eseguite mediante l’utilizzo di strumenti telematici. 
I  pagamenti  saranno  effettuati  in  via  ordinaria  mediante  accreditamento  sui  conti 
correnti bancari o postali dei creditori o con le modalità offerte dai servizi elettronici di 
pagamento  interbancari  e  gli  eventuali  pagamenti  per  cassa  non potranno superare 
l’importo di 500 euro. 
Lo  stipendio,  la  pensione,  i  compensi  comunque  corrisposti  dalla  P.A.  di  importo 
superiore  ai  500  euro  dovranno  essere  erogati  con  strumenti  diversi  dal  denaro 
311   Pubblicata in G.U. 6 dicembre 2011, n. 284.
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 contante o mediante l’utilizzo di strumenti di pagamento elettronici bancari o postali, 
ivi comprese le carte di pagamento prepagate. 
Per  incrementare  i  livelli  di  sicurezza fisica  e  tutelare  i  soggetti  che  percepiscono 
trattamenti  pensionistici  minimi,  assegni  e  pensioni  sociali,  i  rapporti  recanti  gli 
accrediti  di  tali  somme sono esenti  dall’imposta di 47 bollo ed è fatto divieto alle  
banche e agli altri intermediari finanziari di addebitare alcun costo. 
Il  decreto sulle semplificazioni tributarie,  d.l.  16/2012 convertito con modificazioni 
dalla L. 26 aprile  2012 n. 44,  ha però introdotto una deroga alle  norme sul limite 
all’uso del denaro contante, in favore dei soggetti che svolgono attività di commercio 
al dettaglio o di agenzia di viaggi e turismo. 
Tali categorie possono accettare pagamenti in contanti da persone fisiche non residenti 
in Italia, con cittadinanza diversa da quella di uno Stato UE. 
Per  non  incorrere  in  sanzione  è  tuttavia  richiesta  la  preventiva  comunicazione 
all’Agenzia delle entrare dell’adesione alla deroga, inoltre il denaro contante incassato 
dovrà essere versato in un c/c postale o bancario il primo giorno feriale successivo 
utile312
312   www.investireoggi.it/fisco/per-i-turisti-stranieri-niente-limiti-agli-acquisti-incontante/#ixzz25mpa7iar.
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 CAPITOLO III
Le prospettive future della moneta elettronica
1 - M-Payment: il futuro nei sistemi di pagamento
Il  telefono cellulare,  nato come strumento per comunicare, ormai da qualche anno, 
grazie  alle  nuove  funzionalità  integrate  in  esso,  è  diventato  qualcosa  di  più:  da 
navigatore a lettore  di  musica,  da  macchina fotografica a piccolo pc portatile.  Nei 
prossimi anni il “telefonino” potrà diventare il nostro portafoglio: sarà infatti possibile 
grazie  all'implementazione  di  nuove  tecnologie  utilizzare  il  cellulare  per  effettuare 
pagamenti al pari del contante o di una carta di credito. Si parla di  Mobile Payment 
nel paesi più sviluppati (Giappone, Corea, Stati Uniti, Francia e Regno Unito) già da 
diverso tempo e nel 2012 si è assistito, anche in Italia, ad una decisa accelerazione del  
mercato313.
M-Payment è l’unione di due mondi molto differenti e con opposti livelli di sviluppo 
in  Italia:  da  un  lato  il  mondo  più  innovativo  e  affermato  della  telefonia  mobile, 
dall’altro il mondo più tradizionale dei pagamenti elettronici.
In  Italia  il  mercato  della  telefonia  mobile  è  particolarmente  evoluto,  con circa  24 
milioni di utenti dotati di  smartphone e circa 18 milioni di navigatori di Internet da 
cellulare314, mentre al contrario l’Italia è fanalino di coda in Europa per i pagamenti 
313   Boom del pagamento tramite cellulare a distanza (Mobile Remote Payment & Commerce): passa da 700 
milioni di € nel 2011 a oltre 900 milioni di € nel 2012 (+30%);  l’acquisto di contenuti digitali per cellulare vale 
circa 470 milioni di € (+15% rispetto al 2011) mentre l’acquisto di beni e servizi, pagamento bollettini postali,  
parcheggi e autobus, cresce del 60% con un transato di 310 milioni di €. E l’Italia è pronta al balzo in avanti nel  
Mobile  Proximity  Payment,  il  pagamento  tramite  avvicinamento  al  POS  del  cellulare  NFC  (Near  Field 
Communication): ben 2,5 milioni di telefoni NFC già venduti, 2 milioni di carte di pagamento contactless già 
emesse, piani definiti per l’attivazione di oltre 170.000 POS a fine 2013 (Osservatorio NFC & Mobile Payment 
del Politecnico di Milano). 
314   Dati tratti da comScore Releases the "2012 Mobile Future in Focus" Report, Report Offers Insights on the  
Mobile  and  Connected  Device  Landscape  in  2011 and  What  They  Mean  for  2012,  23  febbraio  2012.  Per 
maggiori informazioni:  www.comscore.com/2012MobileFutureinFocus.
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 elettronici, con oltre il 90 per cento delle transazioni avviene ancora in contanti 315.
Più nello specifico, il mercato italiano della telefonia mobile si conferma anche nel 
2012 ai primi posti mondiali per diffusione. I telefoni cellulari sono i terminali più 
diffusi,  con 48 milioni di italiani che possiedono almeno un cellulare,  molti  più di 
coloro che possiedono un PC; di  questi  circa  la  metà  possiedono uno  smartphone 
(Comscore,  2012).  E’ molto  rilevante  anche il  numero di  italiani  che navigano su 
Internet  attraverso  il  loro  cellulare,  quasi  il  75  per  cento  di  chi  possiede  uno 
smartphone; valore più alto rispetto agli utenti che si connettono ad Internet da Pc. In 
questo senso la rete di telefonia può rappresentare un valido strumento per superare il 
digital divide316 (divario digitale) del territorio italiano.
Dall’altro lato invece abbiamo il  mondo dei pagamenti  elettronici  con carta che in 
Italia faticano a raggiungere i livelli di penetrazione e utilizzo degli altri paesi europei. 
Come appena detto, si stima che il 90 per cento delle transazioni venga ancora regolato 
in contanti, mentre questo valore in Europa si attesta a circa l’80 per cento. In media 
un  cittadino  italiano,  nel  corso  del  2011,  ha  effettuato  25  transazioni  con  carta 
(escludendo le carte prepagate),  un valore di circa 10 volte inferiore alla Svezia, 5 
volte in meno rispetto alla Francia e circa la metà rispetto alla Spagna317. Per contro 
l’importo totale transato da un cittadino italiano nel corso del 2011 è stato di circa 
2.020€, solamente il 10 per cento in meno rispetto a Francia e Germania. Gli italiani 
utilizzano le carte per importi elevati, in media 78€, a significare che gli italiani non 
usano la carta per pagamenti quotidiani.
In  questo  contesto a  doppia  velocità  (Mobile vs  Payment)  il  Mobile  Payment può 
315    Secondo una ricerca di settore ABI (Associazione Bancaria Italiana).
316   Il  digital  divide,  o  divario  digitale,  è  il  divario  esistente  tra  chi  ha accesso effettivo  alle  tecnologie 
dell'informazione  (in particolare  personal computer  e Internet) e chi ne è  escluso, in modo parziale o totale. I 
motivi di  esclusione  comprendono diverse variabili:  condizioni economiche, livello d'istruzione, qualità delle 
infrastrutture, differenze di età o di sesso, appartenenza a diversi gruppi etnici, provenienza geografica. Oltre a 
indicare il divario nell'accesso reale alle  tecnologie, la definizione include anche disparità nell'acquisizione di 
risorse o capacità necessarie a partecipare alla società dell'informazione. Il divario può essere inteso sia rispetto a 
un singolo Paese sia a livello globale. 
317   Da BCE 2012.
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 davvero costituire un importante fattore di innovazione sia per il settore dei servizi di 
pagamento, favorendo lo sviluppo dei pagamenti  elettronici,  sia  per il  settore della 
telefonia mobile, aprendo nuove opportunità di business.
Per sfruttare a pieno queste opportunità nel nostro Paese è stato delineato il profilo del 
potenziale utente del Mobile Payment. Dall’analisi dei risultati dell’indagine condotta 
dall'Osservatorio  di  Findomestic318 emergono alcuni  tratti  caratteristici  del  mercato 
potenziale in cui potrebbe inserirsi il nuovo servizio:
• Il  consumatore più interessato è giovane (ha meno di 35 anni) e mostra una 
propensione a sostituire i  tradizionali  metodi di  pagamento più elevata della 
media. 
• L’utilizzo del nuovo servizio di pagamento sembra essere associato ad acquisti 
abituali o comunque ad elevata frequenza. Molto contenuta, al contrario, è la 
propensione all’utilizzo nel caso di punti vendita in cui si effettuano acquisti di 
carattere episodico. 
• Il  nuovo  servizio  di  pagamento,  infine,  non  sembra  insistere  sullo  stesso 
segmento di utilizzo di carta di credito e bancomat, per i quali la propensione 
alla sostituzione è contenuta ed i massimi fruitori ricadono in una fascia di età 
(35-44 anni) in cui l’interesse verso il nuovo servizio è minimo. 
• Gli  intervistati  sembrerebbero  invece  più  propensi  a  utilizzare  il  pagamento 
tramite cellulare per quegli  importi  (compresi tra 25 e 100 euro) per i  quali 
risulterebbe vantaggiosa la sostituzione del contante. 
Sempre secondo un'analisi però condotta dall'Osservatorio del Politecnico di Milano le 
principali fonti potenziali di valore per il Mobile Payment sono riferite a:
• minore flusso di denaro contante con riduzione dei costi di gestione: costi per il 
tempo  dedicato  a  conteggio,  trasporto  (affidato  al  personale  o  attraverso 
portavalori), errori di conteggio, restituzione del resto e costi collegati al rischio 
318   Osservatorio Findomestic, Il futuro nei sistemi di pagamento: all’alba di una nuova tecnologia  nei sistemi  
di pagamento, indagine sulla propensione all’utilizzo del telefonino come strumento d’acquisto.
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 di furti e rapine. Incidenza che varia dallo 0,5-1 per cento del fatturato per i  
tabaccai all'1-2 per cento negli ipermercati fino al 15 per cento per i gestori di 
distributori automatici;
• riduzione dei tempi di pagamento: riduzione del tempo complessivo di servizio 
e  del  rischio  di  mancate  vendite;  riduzione  dei  costi  operativi  sostenuti  per 
garantire  un  determinato  tempo  di  servizio.  La  riduzione  dei  tempi  di 
pagamento varia dai 5 ai 30 secondi. Il tempo medio di servizio in un fast-food 
con in media 5 clienti in coda potrebbe essere ridotto del 27 per cento nel caso 
in cui 2 clienti su 5 utilizzassero strumenti di Contactless Proximity Payment.
• ubiquità  spaziale  e  temporale:  possibilità  di  pagare  dovunque  e  in  qualsiasi 
momento, dando vita spesso all'unico canale di acquisto/pagamento disponibile.
Ma il Mobile Payment è molto di più se considerato nell'ambito dell'interconnessione 
dei servizi del  Mobile Marketing, è capace di aprire nuove strade di relazione con il 
consumatore con l'applicazione dei programmi:
• Mobile Loyalty,  e quindi con i vantaggi della dematerializzazione delle carte 
fedeltà  e  dei  volantini,  la  migliore  gestione  di  prenotazione  dei  premi,  un 
sensibile aumento delle informazioni sulle abitudini di consumo del cliente, ecc;
• Mobile Couponing, che facilita campagne personalizzate e più tempestive, che 
hanno una maggiore  redemption e anche in  questo caso eliminando costi  di 
stampa e spedizione di materiale cartaceo;
• Mobile Self Scanning, con la possibilità di interagire con il cliente nel momento 
in  cui  si  trova  nel  punto  di  vendita  e  sta  facendo  la  spesa,  con  messaggi 
promozionali, occasioni d'acquisto, ecc.
Il matrimonio tra Mobile Payment e Mobile Commerce contribuisce quindi ad ampliare 
il  valore per gli  esercenti  sia  a livello di  impatti  interni  all'azienda sia a livello di 
soddisfazione del cliente. 
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 1.1 - M-Payment: alcune definizioni
Lo studio della moneta elettronica prevede una distinzione in sistemi  card-based e 
sistemi  software-based,  ma  è  possibile  menzionare  un'altra  tipologia  di  moneta 
elettronica che si basa sulla tecnologia della telefonia mobile: sono i cosiddetti  M-
Payment o Mobile Payment o Pagamento Mobile.
Con Mobile Payment intendiamo l’insieme dei servizi di pagamento attivati attraverso 
dispositivo cellulare, indipendentemente dall’architettura del sistema di comunicazione 
dati.  Il  consumatore  invece  di  pagare  in  contanti,  assegno  o  carta  di  credito,  può 
utilizzare  un  dispositivo  mobile,  come  ad  esempio  un  telefono  cellulare,  un 
smartphone o un  personal digital assistant (PDA) pagando per una vasta gamma di 
servizi e beni digitali o materiali319.
Questi  servizi  possono  essere  parte  di  un  processo  commerciale  che  avviene 
integralmente, emissione dell’ordine compresa, appoggiandosi al dispositivo cellulare: 
in questo caso si parla di Mobile Commerce.
Gli  M-payment consentono  di  effettuare  transazioni  m-commerce in  banda  come 
l’acquisto di contenuti che vengono scaricati direttamente su un terminale mobile; e 
transazioni m-commerce fuori banda per acquistare beni-servizi la cui consegna viene 
effettuata secondo le consuete modalità, ad esempio la consegna per posta. 
Invece, se i servizi attivati fanno parte di un processo commerciale multicanale in cui 
la fase di pagamento è supportata dal dispositivo cellulare: in questo secondo caso si 
parla di Mobile Payment in senso stretto.
Quest'ultimo si distingue in  Mobile Remote Payment320 e  Mobile Proximity Payment 
dove  la  variabile  di  identificazione  dei  confini  del  Mobile Payment riguarda  il 
paradigma tecnologico che abilita il trasferimento di dati.
319   Ad esempio: musica,video suonerie, abbonamenti a giochi on line e notizie, sfondi per desktop e altri beni 
digitali; costo dei biglietti di trasporto (autobus, metropolitana o treno), parchimetri e altri servizi; libri, riviste e  
biglietti, trasferimento di denaro su conti finanziari.
320   Le più utilizzate sono gli SMS, i QR code55 e le applicazioni con connessione dati.
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 La prima tipologia comprende tutte le tecnologie in cui si utilizza la rete cellulare che 
consente l’acquisto senza una vicinanza fisica tra acquirente e venditore.
In questo caso, per esempio, è possibile effettuare un acquisto con l’invio di un SMS 
contenente un testo predefinito o tramite la scansione di un QR code.
Invece la seconda tipologia, il Mobile Proximity Payment, si riferisce agli acquisti che 
richiedono la presenza congiunta delle parti interessate alla transazione ed impiega la 
tecnologia di connettività a radiofrequenza Near Field Communication321 (NFC) che 
consente  la  comunicazione bidirezionale  a  corto  raggio tra  dispositivi  elettronici  e 
quindi funziona solo a distanza ravvicinata, fino a un massimo di 10 centimetri. Per via 
del suo forte appeal tra consumatori e la facilità d'uso essa è diventata rapidamente il 
sistema scelto dagli operatori, produttori di cellulari, compagnie di carte di credito, 
operatori di trasporto pubblico di tutto il mondo, per transazioni contactless, inclusi i 
pagamenti sicuri e ticketing (bigliettazione elettronica).
Generalmente la tecnologia NFC è  integrata all’interno delle sim card,  in modo da 
poter effettuare i pagamenti con  smartphone dotati di  chip NFC e l’integrazione di 
carte di credito (o di carte prepagate) nel device. Se il cellulare è abilitato, basterà che 
dall’altra parte ci sia un un POS Contactless322 con la stessa tecnologia. Per far sì che 
321   La  promozione e,  la standardizzazione e l'implementazione della  tecnologia NFC è a cura dell'  NFC 
Forum, un associazione  no-profit nata nel  marzo del  2004 dalla volontà congiunta di  NXP Semiconductors 
(Philips, Sony e Nokia di incoraggiare l'utilizzo dell'interazione dell'NFC wireless a corto raggio nell'elettronica 
di consumo, nei dispositivi mobili e nei PC. Questa associazione vanta oltre 150 membri, tra i quali, produttori di 
telefonia mobile, operatori finanziari, operatori di telefonia mobile, società di trasporto. La tecnologia NFC è una 
combinazione  di  identificazione  contacless e  delle  tecnologie  di  interconnessione  che  consentono  la 
comunicazione sicura tra dispositivi elettronici a raggio corto, quali telefoni cellulari, PDA, computer e terminali  
di pagamento, tramite una veloce e facile connessione  wireless. Essa consente una comunicazione bilaterale: 
accostando due apparecchi con NFC entro un raggio di circa 10 cm, viene generata una rete peer-to-peer tra i 
due ed entrambi possono inviare e ricevere informazioni. L'NFC è una piattaforma aperta e standardizzata in  
ECMA-340 e  ISO/IEC 18092.  questi  standard  specificano gli  schemi  di  modulazione,  codifica,  velocità  di 
trasferimento e formato della struttura di interfaccia RF dei dispositivi NC, nonché i sistemi di inizializzazione, 
sia per le modalità NFC attiva che passiva. Inoltre, essi definiscono anche il protocollo di trasporto, compresa  
l'attivazione del protocollo e dei metodi di scambio di dati. Il range raggiunge una frequenza nel quale opera la  
tecnologia NFC è di 13,56 Mhz ( con larghezza di banda di 14 Khz) e può supportare velocità di trasmissione di 
dati pari a 106, 212, 424 o al massimo 848 kbit/s. L'NFC può operare secondo tre modalità: 
• read/write mode, in cui il telefono può leggere e scrivere tag; 
• P2P mode, con cui due cellulari NFC possono scambiarsi dati avvicinandosi l’un l’altro; 
•  card emulation mode,  in cui  il  telefono funziona come fosse una carta di pagamento ed è quest’ultima la 
modalità coinvolta nei Mobile Proximity Payment. 
322   Il nuovo sistema di pagamento contactless si base sulla tecnologia RFID (Radio Frequency IDentification) 
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 la transazione avvenga, i due dispositivi devono essere ad una distanza massima di 4 
centimetri. Come accade già con le carte  contactless323, per le  transazioni di piccolo 
importo, non superiore ai 25 euro, non si deve inserire il codice PIN. In caso di importi 
superiori, il PIN deve essere inserito sul cellulare. Se la transazione andrà a buon fine, 
il POS (Point of Sale) emetterà un segnale acustico e luminoso.
La  tecnologia  NFC  associata  a  una  sim  card ha  l'indiscusso  vantaggio  per  i 
consumatori di rendere più agevole e immediato il pagamento di beni e servizi ma 
anche l'utilizzo di altri molti servizi che usiamo quotidianamente, come ad esempio: 
badge aziendali324, controllo accessi, utilizzo di buoni pasti e  voucher, pagamento di 
spacci  aziendali  e  di  distributori  automatici,  pagamento  di  parcheggi  e  di  servizio 
navette, pagamento di abbonamento TPL. Tutto ciò può portare indubbi vantaggi sia 
per le aziende in termini di riduzioni di costi sia per i dipendenti che usufruirebbero di 
un unico strumento per le diverse attività giornaliere di lavoro e personali.
Di  contro,  nonostante  il  range  di  comunicazione  di  questo  sia  limitato  a  pochi 
centimetri,  l'NFC  da  solo  non  garantisce  comunicazioni  sicure.  Nel  2006,  Ernst 
Haselsteiner  e  Klemens  Breitfu  hanno  descritto  diversi  possibili  tipi  di  attacchi. 
L'NFC,  infatti,  non  offre  alcuna  protezione  contro  le  intercettazioni325 ed  è  anche 
che permette di eseguire i più diversi tipi di transazioni senza introdurre le carte nei lettori tradizionali – i POS 
(Point of Sale) e anche senza digitare il PIN (Personal Identification Number) o firmare la ricevuta, ma solo se la 
somma da pagare, come da normativa sulla sperimentazione, è inferiore ai 25 euro. Le carte  contact less sono 
state pensate proprio per disincentivare l’uso del contante anche per le piccole spese e, sicuramente,  questa 
innovativa tipologia di pagamento potrà apportare notevoli benefici nella vita di tutti i giorni in quanto  rende 
sicuramente più veloci molte delle azioni quotidiane, come pagare la spesa o altri tipi di piccoli acquisti.
Un altro dei vantaggi delle carte contacless per i piccoli pagamenti è che la carta non lascia mai le mani del suo 
proprietario e, non dovendo digitare il Pin, non si è a rischio di occhi indiscreti. Anche a livello di sicurezza, le  
banche che attualmente hanno iniziato la sperimentazione per le carte contactless garantiscono che questa nuova 
tecnologia è sicura almeno come una carta Emv con chip e pin e che è addirittura superiore a quella di una carta 
a banda magnetica.
323   I pagamenti con le contactless card sono molto più semplici di quelli tradizionali: una volta che l’esercente 
avrà digitato la cifra da pagare sul POS abilitato a questo tipo di pagamento, basterà avvicinare la carta al lettore  
e la transazione sarà automaticamente effettuata. 
324   La compagnia telefonica Wind ha avviato una sperimentazione ai dipendenti delle sedi romane dove gli è 
stato assegnato un cellulare Samsung Galaxy S2 dotato di Sim NFC. Grazie alla nuova tecnologia, il telefonino  
sostituisce completamente il  badge aziendale per la rilevazione delle presenze. E viene inoltre utilizzato per  
gestire buoni pasto e acquistare bevande e snack dai distributori automatici interni.
325   Poichè l'NFC è una interfaccia di comunicazione senza fili è evidente che l'intercettamento è una questione 
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 vulnerabile  alle  modifiche  dei  dati326.  Le  applicazioni  devono  usare  protocolli 
crittografici di un livello più alto (per esempi, SSL) per stabilire un canale protetto.
Da  suddetta  differenza  tecnologica  consegue  anche  differenti  ambiti  applicativi:  il 
Mobile Remote Payment tipicamente, ma non necessariamente, abilita transazioni di 
pagamento  in  cui  vi  è  “distanza”  tra  il  cliente  e  l’esercente  (o  il  dispositivo  di 
pagamento dell’esercente), mentre il  Mobile Proximity Payment abilita pagamenti in 
cui  il  cliente  (il  suo  dispositivo  cellulare)  e  l’esercente  (il  suo  dispositivo  di 
pagamento) sono “vicini” (pochi centimetri, quasi a contatto). 
Questa distinzione è molto utile  in questa fase di analisi del  mercato perché i  due 
paradigmi  del  Mobile  Payment generano  due  mercati  completamente  differenti,  in 
termini di user experience per l’utente, coinvolgimento degli esercenti, filiere e player 
coinvolti. Tuttavia, questi due paradigmi, una volta affermati, potranno convivere in 
importante.  Quando  due  dispositivi  comunicano  tramite  una  tecnologia  NFC  essi  utilizzano  onde  a 
radiofrequenza per parlare tra di loro. Un utente malintenzionato può naturalmente utilizzare una antenna anche 
per ricevere i segnali trasmessi. Sia attraverso la sperimentazione sia attraverso la ricerca letteraria il soggetto  
malintenzionato può avere le conoscenze richieste su come estrarre i dati trasmessi dal segnale RF ricevuto. 
Anche l'attrezzatura necessaria per ricevere il segnale RF, si presume siano a disposizione di un malintenzionato, 
dato che non si tratta di strumentazioni particolari. La comunicazione NFC di solito è fatta tra due dispositivi  
nelle vicinanze. Ciò significa che non ci sono più di 10 cm di distanza tra l'uno e l'altro. La questione principale è 
quanto vicino un malintenzionato deve trovarsi per essere in grado di recuperare un segnale RF utilizzabile. La  
ragione di ciò è il numero enorme di parametri che determinano la risposta. Ad esempio la distanza dipende dalla 
caratteristica di  un campo RF del  dispositivo emittente,  dal  tipo di  antenna dell'attaccante,  dalla  qualità del 
ricevitore del malintenzionato, dalla qualità del decodificatore del segnale RF, dall'ambiente del luogo in cui 
l'attacco è effettuato, dalla potenza inviata dal dispositivo NFC, e molti atri parametri. Inoltre, è di particolare 
importanza in che modalità l'emittente dei dati sta operando. Con ciò si intende se l'emittente sta generando il 
proprio campo RF (modalità attiva) o se il mittente sta utilizzando il campo RF generato da un altro dispositivo  
(modalità passiva).  Entrambi i casi  usano un diverso modo di  trasmissione dei  dati ed è molto più difficile 
intercettare su dispositivi che inviano dati in modalità passiva. Non c'è una distanza fissa entro cui il segnale  
deve venire intercettato ma si può dare un 'idea massima su questa distanza. Quando un dispositivo sta inviando 
dati in modalità attiva, l'intercettazione può essere effettuata fino a una distanza di circa 10 m, mentre quando il  
dispositivo è in modalità passiva questa distanza è notevolmente ridotta a circa 1 m. L'unica vera soluzione è  
quella di stabilire un canale sicuro.
326   Nella modifica dei dati il malintenzionato vuole che il dispositivo di ricezione riceva effettivamente alcuni 
dati validi, ma manipolati. Ciò è molto diverso dal vero danneggiamento dei dati. La fattibilità di questo attacco  
dipende  molto  dalla  forza  applicata  della  modulazione  di  ampiezza.  Nella  modulazione  100%  il  decoder 
fondamentalmente controlla i due mezzi bit del segnale RF attivo (senza pausa) o il  segnale RF inattivo (in  
pausa). Al fine di rendere il decoder in grado di capire se ci sia un 1 come uno 0 o viceversa, il malintenzionato 
deve fare due cose. In primo luogo, una pausa nella modulazione deve essere riempita con la frequenza portante.  
Questa è fattibile. Ma, in secondo luogo, il malintenzionato deve generare una pausa del segnale RF, che viene 
ricevuto dal legittimo destinatario. Questo significa che deve inviare un segnale RF in modo tale che questo si 
sovrapponga perfettamente con il segnale originale per dare un segnale 0 al ricevitore.
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 modo complementare dando vita a esperienze multicanale e multiparadigma.
Gli M-payment sono ancora utilizzati soprattutto nell’acquisto di servizi piuttosto che 
di  beni  materiali,  ma  “Marketing  research  confirms  that  mobile  userstend  to  trust 
mobile  payment  solutions  which  are  driven  by  financial  institutions,  banks  and/or 
credit card companies.”327.
1.2 - Lo stato dei M-Payment in Italia e nel mondo
Il  Mobile Remote Payment e il  Mobile Commerce nel  mondo sono diffusi e alcuni 
servizi hanno ottenuto livelli di utilizzo significativi. Negli Stati Uniti il biglietto del 
cinema  si  acquista  da  cellulare:  l’applicazione  di  Fandango  (vendita  di  biglietti 
cinematografici) è stata scaricata da oltre 25 milioni di utenti negli Stati Uniti e alcuni  
film (ad esempio l’ultimo Batman) hanno visto tassi di acquisto via mobile superiori al 
30% (Fandango, 2012). Sempre negli Stati Uniti è possibile ordinare e pagare il caffè 
con  il  cellulare  mentre  si  è  in  coda  all’interno  del  negozio  tramite  l’applicazione 
Mobile di Starbucks, la quale ha registrato oltre 30 milioni di transazioni in un anno 
(Starbucks,  2012).  In  Francia328 oltre  3  milioni  di  francesi  hanno  invece  scaricato 
l’applicazione Mobile di SNCF (ferrovie) ed hanno comprato attraverso questo canale 
il 3% dei biglietti ferroviari (SNCF, 2011). In molte città della Scandinavia (e in altri 
paesi europei) sono attivi da diversi anni soluzioni di  sms ticketing per l’acquisto di 
327   http://www.payvision.com/report-mobile-payment-innovation-future-cash.
328   Inoltre la Francia per prima ha lanciato sperimentazioni su scala nazionale relative ai pagamenti tramite  
cellulare NFC-enabled. L’iniziativa è nata dalla volontà degli operatori di telefonia mobile francesi (Bouygues 
Télécom, Orange, SFR e l’operatore virtuale Nrj Mobile) in collaborazione con gli istituti bancari e finanziari 
(BNP Paribas, Crédit Mutuel-CIC, Crédit Agricole, Lcl, Société Générale, La Banche Postale e le Groupe Caisse 
d’Epargne) di creare un sistema integrato e organico, così da gettare le basi per un solido modello di accordi  
commerciali  tra i  diversi  stakeholder,  espandibile a livello di  standard in tutta Europa.  A tale scopo è stata 
costituita  nel  2008 l’AEPM (Association Européenne Payez  Mobile)  che raccoglie  le  adesioni dei  maggiori  
operatori telefonici e degli enti di credito della Francia e mira a incentivare lo sviluppo dei Mobile Payment di 
prossimità in tutta Europa. L’AEPM collabora con le maggiori organizzazioni nel campo dei pagamenti mobile, 
come l’EPC, il  Forum des  Services  Mobiles  Sans Contacte  e  AFSCM (Association Française pour le  sans  
Contact Mobile), nonché con i circuiti di pagamento Visa e Mastercard.
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 biglietti del trasporto pubblico locale con addebito sul credito telefonico; a Stoccolma 
circa la metà dei biglietti di corsa singola sono stati venduti in questa modalità (quasi 
mezzo milione ogni mese) (Plusdial Oy, 2010).
Qualcosa si sta muovendo anche in Italia: le numerose iniziative in corso fanno ben 
sperare per un futuro decollo dei servizi, superando la situazione di stallo in cui il 
settore si trova ormai da qualche anno. Il Mobile Remote Payment & Commerce passa 
infatti da 700 milioni di € nel 2011 a oltre 900 milioni di € nel 2012, registrando una 
crescita del +30%.  Di questi, ben 470 milioni di € derivano dall’utilizzo del  Mobile 
Payment per l’acquisto dei contenuti digitali per gli  smartphone, in crescita del 15% 
rispetto al 2011: gli italiani abbandonano infatti l’acquisto di contenuti tramite SMS (in 
calo del 12%) ma si rivolgono agli appstore per effettuare acquisti di app, in crescita 
del  20%.  L’utilizzo  del  Mobile  Remote  Payment  &  Commerce per  beni  e  servizi 
registra invece una straordinaria crescita del 60% raggiungendo un valore di circa 310 
milioni di €329.
329   Dati tratti dallo studio condotto dall'Osservatorio ICT del Politecnico di Milano, che si avvalgono della 
collaborazione  dell’Ict  Institute  del  Politecnico  di  Milano,  vogliono  offrire  una  fotografia  accurata  e 
continuamente aggiornata sugli impatti che le tecnologie dell’informazione e della comunicazione (ICT) hanno 
in  Italia  su  imprese,  pubbliche  amministrazioni,  filiere  e  mercati.  Gli  Osservatori  sono  ormai  molteplici  e  
affrontano in particolare tutte le tematiche più innovative:  Agenda Digitale,  B2b – eProcurement e  eSupply 
Chain, Business Intelligence, Canale ICT, Cloud & ICT as a Service, eCommerce B2c, eGovernment, Enterprise 
2.0, eProcurement nella PA, Fatturazione Elettronica e Dematerializzazione, Gestione dei Processi Collaborativi 
di  Progettazione,  Gestione  Strategica  dell’ICT,  Gioco  Online,  HR  Innovation  Practice,  ICT  &  Business  
Innovation nel Fashion-Retail, ICT & Commercialisti, ICT & PMI, ICT Accessibile e Disabilità, ICT in Sanità,  
ICT nel Real Estate, ICT nelle Utility, ICT Strategic Sourcing, Information Security Management, Intelligent  
Transportation Systems, Internet  of Things,  Intranet  Banche, Mobile & Wireless  Business,  Mobile Banking, 
Mobile Internet, Content & Apps, Mobile Marketing & Service, Multicanalità, New Media & New Inetrnet, New 
Slot  & VLT, New Tablet  & Business Application,  NFC & Mobile Payment,  RFId,  Smart  Working,  Startup 
Digitali, Unified Communication & Collaboration. 
166 
 Bemoov330, la piattaforma di Mobile Remote Payment del consorzio Movincom331, che 
ha iniziato a operare nel 2011, oggi consente di acquistare con cellulare il biglietto del 
trasporto pubblico locale in molte città (Vicenza, Genova, Firenze, Padova Cesenatico, 
Forlì, Cesena) e di pagare la sosta in oltre 30 città italiane e lo skipass nei principali 
comprensori sciistici italiani. 
La piattaforma continua a raccogliere consensi da parte degli esercenti,  anche se è 
330   Bemoov è un sistema che permette di comprare e pagare via telefono cellulare beni e servizi. Pensato per 
persone dinamiche e attive, consente di fare acquisti “in movimento”, ovunque e in qualsiasi momento, spesso 
evitando lunghe code a botteghini o sportelli. Con un’unica registrazione l’utente potrà scegliere tra un’ampia 
gamma di beni e servizi all’interno di una vasta rete di esercizi commerciali: dai ticket per la sosta ai biglietti per 
il bus, dagli ingressi a eventi e spettacoli, a soggiorni in hotel, polizze assicurative e molto altro ancora.
La registrazione  ai servizi è già possibile per qualunque utente dotato di carta di credito o prepagata (anche 
PostePay), non richiede apertura di un nuovo conto corrente,  è online e gratuita, le transazioni di acquisto in 
molti casi non richiedono alcuna commissione aggiuntiva per l’utente e le applicazioni scaricabili sono tutte  
gratuite. Acquistare tramite Bemoov è semplice e sicuro, e si basa sull’associazione del numero di cellulare allo 
strumento di pagamento che il cliente utilizza abitualmente (ad esempio la carta di credito). Una volta attivato il 
servizio, i dati sensibili della carta non verranno mai comunicati all’esercente. Il sistema poggia sulla piattaforma 
tecnica  MovinBox,  che  è  in  grado  di  abilitare  l’acquisto  mobile  sfruttando l’associazione  fra  il  numero  di 
cellulare del cliente e il suo strumento di pagamento.
L’esercente potrà scegliere quali  modalità mettere a disposizione della clientela. Sono innumerevoli le opzioni 
attivabili:ordine via SMS, sulla  base di  una specifica sintassi  del  messaggio;  applicazione  iPhone,  Android, 
Blackberry e Java, che l'utente dovrà scaricare sul proprio telefono cellulare, che permette l’autocomposizione 
dell’SMS di richiesta attraverso un menu di selezione del bene desiderato; codice bidimensionali (es. QR Code) 
per cellulari con apposito lettore integrato, per composizione automatica del messaggio;  IVR o drop call: una 
chiamata "interrotta" (una sorta di squillo col cellulare, senza alcun costo) da parte del cliente per richiedere un 
servizio. Il sistema di mobile payment sviluppato da Movincom è stato riconosciuto come conforme alle direttive 
e  agli  standard  promossi  dal  Mobey Forum,  un'organizzazione  non-profit  che  opera  a  livello  mondiale  per 
incentivare l'applicazione delle tecnologie mobile ai servizi e beni erogati delle imprese. Ulteriori dettagli sul  
servizio sul sito www.bemoov.it 
331   Il  consorzio Movicom nasce dalla  volontà di  contribuire allo sviluppo organico del  mobile  business,  
liberando le forti potenzialità del mercato legato ai pagamenti tramite cellulare attraverso un impegno operativo 
diretto da parte degli esercenti. L'obiettivo del consorzio è quello di raggruppare e rappresentare gli esercenti che 
hanno già investito o intendono investire nel mobile come canale di pagamento al fine di sviluppare uno standard 
nazionale ed interoperabile per gli acquisti tramite cellulare che ne permetterà la diffusione ad ampio raggio. 
Movincom vuole infatti favorire la creazione di un modello sistemico di pagamento via telefonino, un futuro in 
cui una parte crescente dei pagamenti avvenga tramite telefonia mobile, attraverso l'addebito diretto su strumenti 
di  pagamento già in possesso dei  clienti, offrendo ai  clienti numerosi  vantaggi in termini di  accessibilità ai  
servizi. Il consorzio nasce quindi per rappresentare all'interno di un unico soggetto, tutti gli esercenti interessati a  
proporre i propri beni e servizi attraverso il telefono cellulare, in tal modo la forza contrattuale rappresentata 
dall'aggregazione dell'Offerta  di  Servizi,  ha la massa critica e  le leve negoziali  sufficienti  per  polarizzare il 
mercato  verso  uno  standard  nazionale  guidato  dagli  esercenti  stessi.  I  vantaggi  per  gli  esercenti  che  si 
consorziano sono evidenti: una rete aggiuntiva costituita dall'intero  network di telefoni cellulari, apertura del 
sistema in circolarità a tutti gli operatori di pagamento e a tutti i diversi strumenti e accesso a un business, quello  
mobile, molto promettente. La forza aggregativa dell'intero network di esercenti consentirà infatti al consorzio di  
coordinare le iniziative di comunicazione e di fungere da centrale acquisti, grazie ad appositi accordi quadri 
negoziati con altri operatori di filiera, in particolare operatori di pagamento e di telefonia mobile. La piattaforma  
operativa Movinbox (www.movincom.it).
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 ancora  presto  per  parlare  di  risultati  in  termini  di  numero  di  utenti  e  transazioni 
effettuate.  A Firenze  è  stato  attivato  anche  il  primo servizio  di  Sms ticketing con 
addebito su credito telefonico per  l’acquisto di  biglietti  del  trasporto pubblico con 
ottimi risultati.
Dal lato Mobile Proximity Payment, se si escludono i casi asiatici332, l’offerta è ancora 
in fase di formazione e consolidamento e ancora oggi non si può parlare di risultati 
consolidati:  in  Francia  il  progetto  Cityzi333,  voluto  e  finanziato  dal  Ministro 
332   In alcuni Paesi dell’estremo oriente, per esempio Giappone (60 milioni di telefonini con antenna NFC, oltre 
un milione di esercenti con Pos contactless) e la Corea del Sud, il pagamento attraverso il telefonino risulta 
ormai una realtà quotidiana. Sempre in Giappone, per promuovere il turismo locale, è stato prodotto un mazzo di 
carte da gioco che aiuta i turisti a pianificare le loro visite. Le carte raffiguranti eventi, luoghi e prodotti locali,  
sono provviste di QR Codeche fornisce informazioni e suggerimenti per il visitatore interessato. 
333   Cityzi, l’esperienza di pagamento in mobilità con tecnologia NFC, è nata a Nizza nel 2012 e si candida a  
diventare il modello per tutto il mondo dei pagamenti in mobilità francesi. Sta diventando molto importante per  
vari  aspetti:  l’ampiezza  della  base  coinvolta,  i  servizi  usufruibili  attraverso  l’uso  del  telefonino  NFC,  la 
prospettiva di configurarsi come “standard” ed espandersi, con le stesse modalità, in altre città ed altri servizi.
Cityzi è il brand sotto il quale sono raccolti una serie di servizi di prossimità fruibili attraverso telefono cellulare.  
Il  sistema,  promosso  dal  consorzio  PayezMobile,  segue  le  due  prime  sperimentazioni  NFC  di  Caen  e  di 
Strasburgo, ad oggi coinvolge 1.500 esercenti e tutta la cittadinanza nizzarda. Realizzato grazie alla sinergia tra i 
principali  player del  settore  delle  telecomunicazioni  (Orange,  SFR,  Bouygues  Télécom e  NRJ Mobile),  gli  
istituti bancari (Crédit Mutuel e BNP Paribas) e gli erogatori di servizi di trasporto pubblico in uno scenario di  
tipo collaborativo, Cityzi rappresenta un esempio eccellente per la realizzazione di servizi accessibili tramite  
pagamenti  di  prossimità  (proximity  payments)  effettuati  attraverso  il  telefono  mobile.  Il  servizio  è  erogato 
indipendentemente dall’operatore telefonico o dalla banca ed è stato sviluppato su una piattaforma aperta, il cui 
sviluppo è stato gestito dall’AFSCM (Association Française du Sans Contact Mobile), che ha definito le linee  
guida generali a livello di standard. Una volta stabilita la infrastruttura architetturale comune, ogni player ha 
potuto sviluppare individualmente i servizi opportuni sulla base delle proprie specifiche. Ad oggi l’accesso ai 
servizi di Cityzi, trattandosi di un progetto pilota, è ancora gratuito (salvo il costo del cellulare, ovviamente). In  
futuro alcune banche potrebbero imporre una imposta mensile che comunque sarà limitata a pochi euro. Le  
Telco, invece, hanno già diverse fonti di ricavo: da una parte ricevono un contributo dalle banche per ogni 
applicazione installata sulle SIM, dall’altra ottengono un ritorno dai servizi con addebito su bolletta telefonica e  
in ultimo monetizzano il traffico (Sms, dati, voce) che il servizio Cityzi produce. In 6 mesi sono stati venduti 
circa 3.000 telefoni e sono state effettuate più di 15.000 transazioni di pagamento: un numero ancora limitato, ma 
in  linea  con  le  previsioni.  Riguardo  al  grado  di  accettazione  da  parte  dei  clienti  che  già  utilizzano Cityzi,  
un’indagine di Wincor ha rilevato che le maggiori motivazioni all’uso del sistema vengono dalla semplicità (82% 
degli utenti) e dalla velocità (51%), mentre, se alcuni dubbi sulla efficacia del sistema rimangono, questi sono in 
gran parte rivolti agli aspetti di sicurezza. Si ritiene che questo freno sia essenzialmente di tipo “culturale” o 
“pregiudiziale”  perché  proprio  la  sicurezza  è  stata  particolarmente  curata  nella  fase  di  definizione  delle 
specifiche del sistema e, in genere, di tutta la tecnologia NFC. I prossimi obiettivi, pertanto, dovranno proprio 
essere  rivolti  ad  aumentare  la  conoscenza,  la  consapevolezza  e  la  fiducia  dei  cittadini.
La municipalità di Nizza e i partecipanti al progetto si sono ampiamente impegnati nel promuovere il nuovo  
sistema attraverso presentazioni ufficiali, conferenze stampa e uscite televisive. Per la promozione e diffusione 
del  sistema sono stati  concepiti  alcuni  cartelloni  informativi  e  diverse  versioni  del  logo,  con  l’obiettivo  di 
familiarizzare gli utenti con il nuovo sistema di pagamento e informarli nel modo migliore su come effettuare le  
corrette operazioni, creando una piacevole “user experience”. Per favorire la maggiore conoscenza del nuovo 
sistema da parte di tutti i cittadini, inoltre, è stato predisposto un apposito sito interamente dedicato ai servizi  
Cityzi (www.cityzi.fr), dove è ben spiegato tutto il sistema, l’offerta dei servizi e gli istituti coinvolti e aderenti  
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 dell'Economia, dell'Industria e dell'Occupazione con la partecipazione del Comune e 
AFSCM (Association Française pour le sans Contact Mobile), si sta allargando dalla 
sola Nizza ad altre città francesi come Strasburgo e Bordeaux; in Turchia Turkcell, 
Telco leader di mercato, ha avviato già nel 2011 Cep-T Cuzdan, il proprio progetto di 
Mobile Proximity Payment334; nel Regno Unito335 Orange, ora Everything Everywhere, 
e  Barclaycard hanno lanciato Quick Tap.  Oltre alle  iniziative promosse da Telco e 
Banche anche gli OTT (Over The Top) si stanno muovendo: Google negli Stati Uniti 
ha lanciato nel corso del 2011 – e rinnovato sostanzialmente nel corso del 2012 – una 
propria  soluzione  NFC,  chiamata  Google  Wallet336 che  offre  anche  servizi  di 
all’iniziativa: un modo molto efficace di coinvolgere i cittadini e di avvicinarli al nuovo sistema.
334   Sebbene non rientri tra i Paesi Membri dell’UE o dell’EEA, e quindi non sia soggetta al recepimento delle 
Direttive PSD ed EMD, ricordiamo che un altro progetto di Mobile Proximity Payment (NFC) in collaborazione 
con MasterCard paypass e BlackBerry è stato avviato in Turchia dall’operatore telefonico Turkcell, il quale ha  
rilasciato il proprio mobile wallet basato su SIM card. Il successo dell’operatore telefonico è dimostrato dal fatto 
che, data la vasta diffusione di POS per pagamenti tramite carta contactless (MasterCard paypass), sempre più 
banche  stanno  acconsentendo  all’installazione  delle  loro  mobile  app  di  pagamento  sulla  SIM card  (UICC) 
rilasciata da Turkcell da parte dell’utente.
335   Nel Regno Unito si sono subito mosse le principali telco operanti nel Paese, creando una joint venture tra 
Vodafone, Telefònica e il carrier Everything Everywhere (France Télécom e Deutsche Telekom). L’accordo è 
stato però visto dalle società di Tlc concorrenti, in particolare da H3g, come un modo per monopolizzare il  
nascente mercato e, a seguito della denuncia, l’Antitrust UE sta adesso verificando l’effettiva formazione di un  
cartello  di  operatori  nel  mercato britannico in  questione.  In  generale il  Regno Unito si  può considerare un 
pioniere dei  mobile payment, grazie anche alla Barclays Bank, che ha mostrato un grande interesse sia per le 
carte contactless e i borsellini elettronici su cellulare (vedi Barclaycard, PayTag e QuickTap tra i diversi prodotti  
rilasciati),  sia  per  i  pagamenti  tramite  mobile  in  generale,  rilasciando  Pingit,  un  sistema  che  permette  di  
effettuare pagamenti da smartphone utilizzando il proprio numero di cellulare. Con il lancio di questa mobile  
app, ha anticipato tutte le banche concorrenti, gettando le basi per uno standard nei sistemi di trasferimento di  
denaro via mobile e nel  mobile banking.  In questo caso la banca si è mossa aggirando l’organo preposto ai 
sistemi di trasferimento di denaro, ossia il Payments Council, che sta lavorando a un progetto  industry-wide 
relativo alla definizione di una strategia per il sistema dei mobile payment entro la fine del 2012. Il progetto, che  
include anche lo sviluppo dei  pagamenti  contactless  (NFC),  prevede la possibilità  di  pagare usando solo il 
proprio numero di cellulare a prescindere da quale sia la propria banca, grazie alla costruzione (entro la fine del  
2012)  di  un  database  centrale  che  colleghi  il  numero  di  telefono ai  dettagli  dello  strumento  di  pagamento 
dell’utente (Per approfondimenti si veda: www.paymentscouncil.org.uk/current_projects/mobile_payments/).
336   Google  Wallet è  un’applicazione  che,  come suggerisce il  nome,  trasforma il  telefono cellulare  in  un 
portafoglio senza costi aggiuntivi. Il sistema conserva una versione completamente elettronica, e immateriale, 
delle tue carte di credito e dei coupon per ottenere sconti o fare acquisti con particolari promozioni commerciali.  
Il  sistema  è  gestito  da  Google  in  collaborazione  con  MasterCard  e  Citi,  una  delle  più  grandi  banche 
internazionali e fornitrici di servizi finanziari al mondo. Con la nuova applicazione Google punta a costruire una 
nuova generazione di m-commerce  mobile dalle grandi potenzialità che, oltre ad offrire nuove opportunità a 
venditori e consumatori, saprà creare per l'azienda nuove frontiere sul fronte pubblicitario e nuove opportunità di 
conoscere le abitudini di acquisto. Ma la presenza di un solo smartphone per ora compatibile e le limitazioni al 
solo territorio degli Stati Uniti potrebbero rallentare la diffusione del nuovo servizio. 
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 couponing e loyalty e abilita altresì acquisti di eCommerce; Paypal sta sperimentando 
alcuni  schemi  di  pagamento  di  prossimità  diversi  dall’NFC anche  in  Europa  e  ha 
portato a termine un accordo negli  Stati  Uniti  con il  circuito  Discovery.  Infine,  in 
diversi Paesi – tra cui Spagna, Polonia, Danimarca, Germania, Inghilterra, Olanda e 
Stati Uniti – sono stati annunciati accordi di collaborazione tra le Telco con l’obiettivo 
di creare piattaforme interoperabili per il Mobile Proximity Payment.
Anche  nel  nostro  Paese  qualche  progetto  sta  prendendo  vita:  a  ottobre  2012  gli 
operatori telefonici italiani (H3G, Telecom Italia, Vodafone, Wind e PosteMobile), in 
concomitanza con il GSMA NFC Mobile Money Summit337, hanno siglato un accordo 
per  lo  sviluppo  congiunto  del  Mobile  Proximity  Payment in  Italia  creando  una 
piattaforma comune dedicata al pagamento, basata appunto sulla tecnologia NFC e 
finalmente rispondenti agli standard GSMA. E se il 2013 si preannuncia come l’anno 
dell’affermazione  definitiva,  il  2012  è  stato  l’anno  del  lancio  di  numerose 
sperimentazioni nel  Mobile Proximity Payment che hanno consentito di testare sia la 
tecnologia sia il mercato338,  tra queste quella di ATM Milano in collaborazione con 
Telecom Italia e quella di Intesa Sanpaolo con il proprio MVNO Noverca.
L’obiettivo dell’accordo raggiunto tra gli operatori telefonici è dar vita a un ecosistema 
nazionale  che  permetta  un’ampia  diffusione  dei  servizi  di  pagamento  contactless 
tramite  smartphone. A tale  scopo gli  operatori  intendono proporsi  come abilitatori 
337   Si è tenuto a Milano, dal 22 al 25 ottobre 2012, il GSMA NFC & Mobile Money Summit, una iniziativa 
targata  GSMA,  cui  Telecom  Italia  ha  partecipato  fornendo  supporto  tecnologico.
L'evento,  rivolto  ad un pubblico  internazionale composto non solo da operatori  mobili,  ma anche ad attori  
dell’ecosistema  come  le  banche,  i  trasporti  e  i  negozi,  si  è  focalizzato  sulla  tecnologia  Near  Field  
Communication (NFC) e sui servizi ad essa collegati. 
338   “Focalizzando la nostra attenzione sulla variante NFC Card Present, abbiamo misurato gli asset essenziali 
su cui, già adesso, si può contare in Italia”,  affermano Valeria Portale e Giovanni Miragliotta,  Responsabili  
dell’Osservatorio  NFC & Mobile  Payment.  “A fine 2012,  vi  erano circa  30.000 terminali  POS NFC attivi, 
partendo  dai  circa  5.000  del  2011,  e  gli  impegni  già  assunti  dagli  attori  dell’ecosistema  portano  a  stime 
conservative, per fine 2013, di oltre 170.000 POS operativi (più del 10% del totale). Sempre a fine 2012 si 
contavano circa 2,5 milioni di telefoni NFC già venduti che, secondo le nostre stime più conservative (in termini 
di spesa pro-capite per la sostituzione del parco telefoni e di scelta di Apple per il prossimo iPhone) diverranno  
circa 6,0 milioni a fine 2013. Infine, dal 2011 al 2012 le carte contactless circolanti sono passate da 750.000 ad 
oltre 2 milioni, con piani molto aggressivi sulle nuove emissioni e sulle sostituzioni. Sono passi da gigante, se si  
considera la scala temporale su cui sono misurati, che ci portano a dire che in Italia, ma anche in Europa, il  
“punto angoloso” della curva di diffusione dell’NFC è alle nostre spalle”.
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 tecnologici del servizio, offrendo a banche e istituti che emettono carte di pagamento, 
un’infrastruttura su cui poi ciascuno possa offrire una gamma di servizi da erogare via 
mobile.
Inoltre la piattaforma comune è un passo per garantire la circolarità dei servizi: tutti gli 
utenti  di  qualsiasi  operatore  telefonico  nei  prossimi  mesi  potranno  pagare  con  il 
proprio cellulare. Ovviamente, in questa fase iniziale del mercato, ciascun operatore 
telefonico partirà  autonomamente:  a  inizio ottobre,  infatti,  Vodafone e  H3G hanno 
annunciato  l’avvio  di  una  sperimentazione  cross-operatore  insieme  a  BNL  e 
utilizzando una piattaforma offerta da SIA; Telecom Italia ha dato il via ad un proprio 
progetto pilota che coinvolge Intesa Sanpaolo, abilitando la soluzione di pagamento 
Move&Pay già sperimentata nel progetto con Noverca339.
Vi  è  però  un  notevole  ostacolo  alla  diffusione  dello  smartphone come  borsellino 
339   Telecom Italia e Intesa Sanpaolo hanno definito un accordo finalizzato a dare impulso alla diffusione in  
Italia dei pagamenti tramite telefono cellulare.
Con un telefono dotato di SIM NFC di Telecom Italia abbinato ad una carta di pagamento del Gruppo Intesa 
Sanpaolo sarà possibile pagare gli acquisti avvicinando semplicemente il cellulare ad un POS abilitato. Questa 
iniziativa si  inserisce all’interno del  progetto che vede Telecom Italia  impegnata,  assieme ad altri  operatori  
mobili, nella creazione di un ecosistema nazionale per una ampia diffusione e fruibilità dei servizi NFC basati  
sulla SIM. In particolare,  nell’ambito dei  mobile payment Telecom Italia si propone agli operatori finanziari 
come abilitatore tecnologico per lo sviluppo dei pagamenti in prossimità tramite smartphone, lasciando inalterata 
la filiera del valore tipica dei sistemi di pagamento. Intesa Sanpaolo nel 2011 è stata la prima banca in Italia ad 
effettuare un progetto pilota di Mobile Proximity Payment basato sulla piattaforma Move and Pay messa a punto 
dal Gruppo. E’ stata un’iniziativa all’avanguardia, nata nell’ambito di un percorso di innovazione avviato nel 
2009 con lo sviluppo dei pagamenti  contactless e dei servizi di moneta elettronica. Il  Gruppo è ora pronto a 
rendere l’applicazione Move and Pay disponibile su larga scala, a partire dai clienti TIM, fornendo un servizio in 
collaborazione con i principali operatori telefonici e con i circuiti internazionali di pagamento più diffusi in Italia 
e all’estero. Move and Pay nei prossimi mesi sarà disponibile tramite una vera e propria app che permetterà di 
arricchire progressivamente l’offerta mobile di Intesa Sanpaolo con servizi che semplificheranno i pagamenti di 
ogni giorno e premieranno la fedeltà dei clienti negli acquisti. Sarà un contributo fondamentale alla cosiddetta 
mobile life, in cui gli acquisti si pagano con il cellulare e il contante è sempre meno utilizzato.
Telecom Italia si è dotata di un’architettura di gestione dei servizi NFC incentrata sulla SIM e su una piattaforma 
che permette il  delivery e  la gestione sicura di  applicazioni  anche di  terzi  sulle  proprie SIM. L’architettura 
prescelta,  che garantisce la  piena interoperabilità delle  soluzioni tecniche e dei  servizi  secondo gli  standard 
GSMA, include la disponibilità di un portafoglio digitale aperto in grado di gestire tutte le carte di molteplici  
service provider,  anche non bancari, virtualizzate sulla SIM.  Intesa Sanpaolo con Setefi, società del Gruppo 
leader nella monetica, gestisce i servizi NFC attraverso una propria piattaforma in grado di supportare tutte le  
fasi, dall’attivazione all’assistenza post vendita, secondo elevati standard di sicurezza e interoperabilità. Setefi  
sta inoltre lavorando per accrescere in Italia il numero di esercenti abilitati ai pagamenti  contactless ovvero la 
tecnologia che consente di pagare un acquisto avvicinando semplicemente la carta o il cellulare al POS.
Al fine di agevolare l’integrazione di un numero crescente di istituti che emettono carte e permettere loro di 
offrire  servizi  di  mobile  payment ai  propri  clienti  dotati  di  una  SIM  TIM,  Telecom  Italia  è  aperta  sia 
all’interconnessione diretta con gli operatori finanziari sia all’interconnessione tramite hub terzi.
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 elettronico: la scarsa predisposizione da parte dei negozianti.
Difatti secondo una ricerca340 quando agli utenti viene richiesto di indicare il livello di 
soddisfazione per il livello di accettazione del nuovo servizio presso gli esercenti, la 
maggioranza degli intervistati si dice soddisfatta, ma con una quota che non supera il 
56 per cento, a indicare uno dei principali nemici al definitivo decollo dei pagamenti in 
mobilità nel nostro Paese. Se infatti ci sono gli strumenti e la volontà degli utenti, ma 
manca la predisposizione dei negozianti ad accettare i  pagamenti mobili,  il  sistema 
rischia di incepparsi.
Eppure la gestione del contante è un problema per tutti, a partire dai negozianti e gli  
utenti (entrambe le categorie sono soggette al rischio di contraffazione e rapine), per 
proseguire con le banche (costi di amministrazione), con queste ultime che a loro volta 
tendono a scaricare i costi sugli utenti, vale a dire ancora cittadini e imprese. Queste 
considerazioni dovrebbero consentire di superare le resistenze che sono soprattutto di 
tipo economico, come dimostra il fatto che molti piccoli commercianti, gli artigiani e i 
professionisti non dispongono di POS tradizionale, e men che meno appaiono disposti 
a dotarsi di terminali per i pagamenti di prossimità. Una spinta in tal senso potrebbe 
arrivare  dall’evoluzione  normativa,  che  sempre  più  spinge  per  una  diffusione  dei 
pagamenti  elettronici  anche in un’ottica di tracciabilità,  utile  a combattere la  piaga 
dell’evasione fiscale.
Conforta, invece, constatare che secondo la simulazione del Politecnico di Milano, a 
fine  2016,  il  numero di  utenti  che  pagheranno mediante  una  soluzione  di  Mobile 
Proximity  Payment,  oscillerà  tra  6,0 e  10,3 milioni  di  utenti,  a  fronte  di  un parco 
cellulari NFC medio che supera i 25 milioni di unità: il parco esercenti dotati di POS 
NFC  oscillerà  tra  405.000  e  610.000,  caso  quest’ultimo  che  mantiene  nel  tempo 
340   “La nuova era del  mobile  payment” è  il  titolo di  una ricerca presentata da Gfk-Euriko in  occasione  
dell’ultimo Mediolanum Innovation Forum, che offre indicazioni  interessanti  su come si  sta  sviluppando il  
segmento di mercato e sui possibili filoni di sviluppo nel futuro prossimo del pagamento tramite cellulare. Il  
95% degli intervistati tra coloro che hanno sperimentato la soluzione Nfc si dice soddisfatto del servizio che sta  
utilizzando  (nello  specifico,  il  22%  lo  reputa  soddisfacente  e  il  75%  più  che  soddisfacente),  un’ampia  
maggioranza che pone le basi per una diffusione su larga scala di questi strumenti.
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 dinamiche di crescita simili al 2013, già notevoli341.
 
1.3 - Esperienza di PosteMobile con l'introduzione della SIM NFC
A fare da apripista e a spalancare una nuova frontiera nello stile della vita degli italiani 
è stato il gruppo Poste Italiane, guidato da Massimo Sarmi, che ha attivato Sim NFC, 
una  sim  card speciale  emessa  da  PosteMobile  che  permette  di  pagare  nei  negozi 
abilitati  semplicemente  avvicinando  lo  smartphone al  Pos  dell’esercente,  grazie 
all’integrazione dei servizi di PosteMobile con quelli di pagamento di BancoPosta.
Attraverso  l'integrazione  dei  servizi  NFC  sulla  sim di  PosteMobile  con  i  servizi 
BancoPosta, Poste Italiane prosegue il suo percorso che punta a semplificare la vita 
delle  persone,  rendendo  il  cellulare  lo  strumento  con  il  quale  assolvere  numerose 
attività quotidiane. 
L'esperimento è partito da Milano nel dicembre del 2012, poi  PosteMobile ha esteso il 
progetto anche a Roma e Torino con la vendita delle nuove SIM NFC abilitate ai 
pagamenti “contactless” da  smartphone con l'obiettivo di arrivare in tutta Italia nel 
corso  del  2013.  Le  SIM  NFC  possono  essere  acquistate  nei  corner  PosteMobile 
abilitati presenti negli uffici postali342. 
Il meccanismo è molto semplice: per usarla bisogna avere uno smartphone di ultima 
generazione (è escluso iPhone perchè non dotato di un sistema NFC) dove inserire la 
Sim; questa avrà al suo interno una carta prepagata, una Postepay virtuale (si chiama 
“New Gift smaterializzata”).  Si carica la Postpay attraverso i canali consueti (negli 
uffici  postali  o  tramite  sportello  automatico,  sul  sito,  nelle  ricevitorie  e  nelle 
tabaccherie) e ci si libera di tessere e monete. Al momento del pagamento, invece di 
341   Da queste stime emerge come nello scenario “tiepido”, il valore dei pagamenti mediante Mobile Proximity  
Payment al 2016 sarà di 4,7 miliardi di euro, dei quali 1,5 miliardi verranno effettuati nei micro-pagamenti.  
Nello scenario in cui gli attori sono convinti dell’investimento in questa nuova modalità di pagamento, il transato  
intercettato salirebbe a 10,8 miliardi di euro (+130%), di cui 4,3 miliardi di micro-pagamenti (+187%).
342    L’elenco completo è disponibile su www.postemobile.it.
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 fare la “strisciata” o di inserire il bancomat e digitale il Pin, si avvicina il telefonino al 
lettore di grandi magazzini o negozi, e si salda il conto della spesa, si paga il caffè, si 
comprano i vestiti.
In Italia sono circa 20 mila i Pos abilitati ai pagamenti di prossimità ed entro la fine del 
2013 si  passerà  ai  150 mila.  Oggi  si  può utilizzare  il  nuovo sistema nei  maggiori 
supermercati,  le  catene  di  abbigliamento  e  arredamento  (per  esempio  Zara),  i  self  
service e i fast food (da Autogrill a McDonald's), le grandi librerie. Grazie al servizio 
store locator, aprendo l'icona sul display si ottengono i negozi più vicini. Al di sotto 
dei 25 euro non serve digitare pin, obbligatorio invece per importi superiori. Con lo 
stesso  metodo,  sarà  possibile  pagare  i  servizi  negli  uffici  postali  bollettini, 
raccomandate o pacchi.
La comodità  è il  primo innegabile motivo per  convertirsi  alla  tecnologia  NFC.  La 
tracciabilità è un altro discutibile vantaggio. L'assenza di contante riduce il rischio di 
evasione  fiscale,  tanto  che  il  pagamento  via  telefono  è  stato  inserito  nell'Agenda 
digitale del governo Monti.
Nel prossimo futuro l’applicazione NFC consentirà anche di rendere disponibili  sul 
cellulare  anche  servizi  di  e-Government  della  Pubblica  Amministrazione  (PA)  per 
l’identificazione  e  il  riconoscimento  digitale,  smaterializzando  e  trasferendo 
direttamente sulla SIM la carta d’identità, il passaporto, la tessera sanitaria, la patente e 
la  firma  elettronica.  Anche  con  questo  nuovo  servizio  Poste  italiane  conferma  il 
proprio ruolo di partner privilegiato della PA. 
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 1.4  -  Mobile  Payment:  quadro  normativo  comunitario  e  nazionale.  Alcune  
considerazioni
Premettendo che,  a  mio avviso,  l’impatto delle regole (per molti  inteso solo come 
vincolo), deve essere colto anche nelle opportunità che esso conferisce, laddove, nel 
rispetto  della  propria  natura  prescrittiva,  abilita  molteplici  proposizioni  innovative. 
Analizzare  in  che  misura  il  cosiddetto “costo  della  regolamentazione”  incide  nella 
progettazione  e  nella  progressiva  affermazione  di  soluzioni  di  Mobile  Payment, 
permette di calcolare il rapporto oneri/opportunità, a beneficio di tutti gli stakeholder. 
Lo scenario si caratterizza per essere mutevole e oggetto d’attenzione per il legislatore. 
Le principali azioni sono da ritrovarsi nella direttiva comunitaria n. 64 del 2007 sui 
servizi di pagamento (altrimenti nota come PSD, Payment Service Directive), in vigore 
anche in Italia dal marzo 2010 con il D.Lgs. n. 11/2010 e nella  nuova direttiva sulla 
moneta elettronica  (o nuova EMD,  Electronic Money Directive), trasposta nel nostro 
ordinamento nell’aprile del 2012343. Entrambi i testi, per cui Banca d’Italia ha emanato 
opportune  misure  di  attuazione,  ambiscono  a  garantire  l’apertura  del  mercato  dei 
servizi di pagamento in modo razionale e controllato, assicurando nel contempo un 
incremento dei livelli di protezione per il consumatore. Competitività tra intermediari 
abilitati, aumento della scelta per l’utilizzatore e miglioramento della qualità, sono le 
attese che l’abilitazione di nuovi soggetti non bancari, quali gli istituti di pagamento e 
gli istituti di moneta elettronica, si è voluta porre.
Un punto particolarmente rilevante del D.Lgs. 11/2010, per quanto concerne l’ambito 
del Mobile Payment, riguarda il chiarimento rispetto all’applicabilità della deroga che 
consente di addebitare gli acquisti sul credito telefonico: la Banca d’Italia ha ribadito 
che  tale  deroga  si  applica  solo  nel  caso  in  cui  le  operazioni  di  pagamento  siano 
riferibili  all’acquisto di beni o servizi digitali  fruiti  direttamente mediante gli stessi 
343   Il 28 aprile 2012, in Gazzetta Ufficiale – Serie Generale n. 99 al Supplemento ordinario N° 86, è pubblicato 
il  D.lgs di recepimento della 2009/110/EC – nuova Direttiva sulla Moneta Elettronica  (altrimenti nota come 
“nuova EMD” o “IMEL2″). 
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 dispositivi  tramite  i  quali  è  stato effettuato l’acquisto.  Pertanto,  ancora  oggi  non è 
possibile utilizzare il credito telefonico per acquistare altre tipologie di beni, come ad 
esempio  il  biglietto  dell’autobus.  Per  consentire  uno  scenario  di  questo  tipo  sarà 
necessario  che  l’operatore  telefonico  si  configuri  come  prestatore  di  servizi  di 
pagamento  riconosciuto  dalla  Banca  d’Italia  (chiedendo  quindi  l’autorizzazione  ad 
operare come Istituto di Pagamento o IMEL), assoggettandosi ad obblighi e vincoli di 
qualsiasi altro intermediario di pagamento vigilato dalla Banca d’Italia
Sul  piano delle iniziative di  Governo del Governo Monti,  vale ricordare il  decreto 
“SalvaItalia”344, contenente una serie di disposizioni che mirano a ridurre l’utilizzo del 
contante, il quale impone una soglia massima di 1000 euro per le transazioni effettuate 
tramite banconote al fine di favorire e accelerare l'uso di pagamenti elettronici come 
m-payment  ed  apre  l’ingresso  a  nuovi  prestatori  di  servizi  di  pagamento, 
potenzialmente più “vicini” alle “occasioni di spesa” dell’utente finale, favorendo con 
344   Il  c.d.  Decreto  ''Manovra  Salva  Italia''  è  stato  varato  con  Decreto  Legge  6  dicembre  2011,  n.  201 
(coordinato con la Legge di conversione 22 dicembre 2011, n. 214) recante ''Disposizioni urgenti per la crescita,  
l'equità e il consolidamento dei conti pubblici''. Il provvedimento, composto da 50 articoli, è stato pubblicato in 
Gazzetta  Ufficiale  27  dicembre  2011,  n.  300.  Le  principali  novità  sono  contenute  nell’articolo  12,  di  cui 
riportiamo i punti più significativi:
• Nuova  soglia  per  la  tracciabilità.  Scende  a  999,99  euro  il  limite  per  l’utilizzo  del  contante  nelle  
transazioni tra privati. In precedenza l’importo massimo era di 2.499,99 euro. La nuova soglia si applica 
non solo al cash, ma anche ai titoli al portatore e (dal 31 dicembre) ai libretti di deposito al portatore.
• PA, modernizzare i sistemi di pagamento. Le amministrazioni pubbliche centrali e locali sono obbligate 
ad attivare strumenti telematici per le operazioni di pagamento, abbandonando i sistemi basati sull’uso  
di supporti cartacei, con l’obiettivo di ridurre i costi finanziari e amministrativi legati alla gestione del 
contante e modernizzare e rendere più efficienti i processi.  
• Stop alle pensioni cash. È fissato il limite massimo di 1.000 euro per i pagamenti effettuati per cassa 
dalle PPAA e dai loro enti. Oltre tale importo pensioni, stipendi e compensi in genere devono essere  
accreditati sui conti correnti bancari o postali dei creditori o devono essere regolati con altri strumenti di  
pagamento  interbancari  scelti  dai  beneficiari,  incluse  le  carte  prepagate.  La  norma  prevede  che 
l’ammontare massimo può essere modificato con decreto del ministero dell’Economia.  
• Conto corrente di base. Il Ministero dell’Economia e l’ABI devono concordare le caratteristiche di un 
conto corrente che, con un livello minimo di costi coerente con la finalità di inclusione finanziaria,  
preveda un numero adeguato di servizi e operazioni, compresa la disponibilità di una carta di debito. La 
convenzione deve essere stipulata entro 3 mesi dall’entrata in vigore del decreto.  
• Pos  nella  PPAA.  Il  ministero  dell’Economia  deve  promuovere  convenzioni  con  gli  intermediari 
finanziari che favoriscano l’adozione di Pos (Point of Sale) da parte delle amministrazioni pubbliche a 
condizioni agevolate. 
• Riduzione delle fee. Entro tre mesi l’ABI e le associazioni delle imprese devono definire regole per  
ridurre le commissioni a carico dei beneficiari dei pagamenti con le carte.  
• Controlli fiscali. Anche l’Agenzia delle Entrate è tra i destinatari delle comunicazioni sulle infrazioni 
delle norme sul contante per effettuare controlli di natura fiscale.  
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 ciò una maggiore dinamica competitiva (Art. 12, comma 4).
Per quanto attiene l’innovazione, il  decreto “Sviluppo-bis”345, con cui viene recepita 
l'Agenda  Digitale  Italiana,  che  persegue  l’obiettivo  di  facilitare  una  migliore 
digitalizzazione dei servizi al cittadino (fra cui il trasporto pubblico) e di dare impulso 
all’impiego  dei  pagamenti  elettronici,  fa  espressamente  riferimento  “ai  pagamenti 
anche con tecnologie mobili (Art. 8346 e Art. 15347 rispettivamente).
Ma ciò non è tutto. All’orizzonte si profilano nuovi mutamenti, alimentati dal volere 
della  Commissione  Europea  (UE),  cui  fa  eco  un’incessante  attività  parlamentare 
europea.  All’inizio del  2012,  la  Comunità Europea (CE) ha posto in consultazione 
pubblica un green paper intitolato “Towards an integrated European market for card, 
Internet and mobile payment”, volendo indagare gli ostacoli che si frappongono alla 
realizzazione di un’armonizzazione piena del mercato, che contempli sia i pagamenti 
con carte, sia quelli tipici del mobile payment e dell’e-commerce.
In una recente risoluzione del 20 novembre del 2012 sul green paper, il Parlamento UE 
plaude  all’iniziativa,  condividendo  pienamente  gli  obiettivi  volti  a  raggiungere 
maggiore concorrenza, scelta e innovazione, nonché maggiore sicurezza nei pagamenti 
345   D.L. n. 179/2012, c.d. “Decreto Sviluppo bis”, convertito con legge 221/2012, pubblicato in G.U. n. 294  
del 18 dicembre 2012.
346   In  relazione al  Decreto “Sviluppo-bis”,  si  osserva  come all’art.  8  –  comma 3 (“Impiego del  credito 
telefonico per il pagamento di un biglietto di trasporto pubblico”), un equilibro tra le indicazioni di controllo e  
razionalizzazione  contenute  nella  PSD  e  una  maggiore  “deregolamentazione”  richiesta  dagli  operatori  del  
settore, sembrerebbe potersi ravvisare, in quella modifica introdotta con la conversione in legge del Decreto, che 
recita:“Tenuto conto del carattere di pubblica utilità del servizio ed al fine di assicurarne la massima diffusione,  
le aziende di trasporto di cui al comma 1 e le amministrazioni interessate, anche in deroga alle normative di  
settore,  consentono l'utilizzo della  bigliettazione elettronica  attraverso strumenti  di  pagamento in  mobilita',  
anche attraverso l'addebito diretto su credito telefonico e nel rispetto del limite di spesa per ciascun biglietto  
acquistato,  previsto  dalle  vigenti  disposizioni,  tramite  qualsiasi  dispositivo  di  telecomunicazione.  Il  titolo  
digitale del biglietto e' consegnato sul dispositivo di comunicazione”  (si rileva osservare sia la previsione di 
deroga alle normative di settore sia il richiamo al rispetto del limite di spesa per ciascun biglietto acquistato,  
entrambe  modificazioni  su  cui,  tuttavia,  è  prematuro  esprimersi  definitivamente,  nell’attesa  di  possibili  e 
successive misure attuative). 
347   L'art 15, comma 5, dispone “Con uno o più decreti del Ministro dello sviluppo economico di concerto con  
il Ministero dell’economia e delle finanze, sentita la Banca d’Italia, vengono disciplinati gli eventuali importi  
minimi, le modalità e i termini, anche in relazione ai soggetti interessati, di attuazione della disposizione di cui al  
comma precedente. Con i medesimi decreti può essere disposta l’estensione degli obblighi a ulteriori strumenti  
di pagamento elettronici anche con tecnologie mobili”. 
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 e fiducia da parte dei consumatori, pur non mancando di sottolineare come cogenti 
siano percepiti  taluni problemi “endemici”,  fra cui quelli  annosi  sulle commissioni 
(Mif) dei pagamenti con carta e sulla trasparenza dell’applicazione di sovrattasse (dove 
previste) per l’utilizzatore finale, nell’impiego di certuni strumenti di pagamento. 
In  questo  scenario  appare  realistico  attendersi  un  nuovo  intervento  normativo 
complementare ai testi attuali ed estensivo di quelli per cui è già prevista una revisione 
(prima fra tutti la Psd).
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 2 - Bitcoin: la “criptomoneta” digitale anonima e autonoma
Sempre più persone sono attratte  dal  fenomeno del  Bitcoin, la  moneta  che è  stata 
definita da Heidi Moore del The Guardian come mezzo "per alimentare l’economia del 
vizio", dopo la debacle del salvataggio di Cipro lo scorso marzo.
Economisti, esperti di informatica e semplici commentatori si meravigliano delle sue 
quotazioni alle stelle e, in virtù di queste, già esistono i primi miliardari in Bitcoin.
2.1 - Che cos'è Bitcoin
L'origine di  Bitcoin si può far risalire al 2008, quando Satoshi Nakamoto pubblicò il 
documento che ne sanciva la nascita e lo descriveva per la prima volta348. Nakamoto 
non è che uno pseudonimo349,  di  cui  non è nota l'identità  dello  sviluppatore  o più 
348   Si può trovare il documento originario al sito: http://bitcoin.org/bitcoin.pdf. 
349   Sulle origini del progetto Bitcoin, aleggiano non pochi misteri e stranezze. Prima tra tutte, il nome del suo 
inventore: Satoshi Nakamoto. Anche se il nome può evocare nell’immaginario collettivo, appartenenze a paesi 
orientali  o origini  riconducibili  al  Sol Levante,  nella  realtà a  questo nome sembra non corrispondere alcun  
individuo. In un articolo pubblicato a ottobre del 2011 dal quotidiano The New Yorker, il giornalista Joshua  
Davis, che da anni insegue il fantomatico inventore di Bitcoin, asserisce che il nome “Satoshi Nakamoto” è un 
semplice  pseudonimo  dietro  il  quale  si  cela  un  gruppo  composto  da  centinaia  di  hackers  specializzati  in 
crittografia, sistemi peer-to-peer e tecniche per le transazione bancarie in rete. Anche se non riferibile a nessun 
essere umano, al nome Satoshi Nakamoto è abbinata una pagina personale sul sito di p2pfoundation in cui è  
indicata l’età, il sesso, la cittadinanza. Davis, dopo aver impiegato molti mesi nel tentativo di dare un volto al  
nome dell’inventore di Bitcoin, è approdato alla conclusione che si tratti di uno pseudonimo, in funzione di un 
episodio che lo vede personalmente coinvolto. In un suo articolo pubblicato sul quotidiano statunitense, afferma 
di essersi imbattuto, durante le sue ricerche, in uno studente di 23 anni del Trinity College di Dublino (Michael  
Clear) che sembrava incarnare l’identità di  Satoshi Nakamoto. Alla  domanda del  giornalista  “Sei Satoshi?”, 
Clear sorride e inizialmente non risponde, ma poi aggiunge “Io non sono Satoshi, ma anche se lo fossi non te lo  
direi!”.  Davis  è  convinto  che  non sia  lui  ma  nello  stesso  tempo  è  certo  che  dietro  lo  pseudonimo  si  celi 
un’organizzazione di più persone. Il giornalista basa la sua teoria partendo dalla pubblicazione iniziale del 2008,  
in cui Satoshi Nakamoto descrive accuratamente la struttura e il funzionamento della sua creatura. I numerosi  
messaggi da lui pubblicati su diversi forum e blog, sono tutti scritti in un inglese impeccabile. Dopo un ultimo 
post,  pubblicato nel  mese di  aprile,  scompare dalla  circolazione annunciando di  essersi  “trasferito” ad altri 
interessi. Ma le tracce di Satoshi non scompaiono definitivamente. Davis trascorre mesi e mesi alla sua ricerca in 
rete, e raccoglie prove della sua presenza un po’ ovunque nel Cyberspazio. Nel 2009 Davis scopre un tag, nel 
codice di  Bitcoin,  che fa  riferimento ad un articolo  del  Times di  Londra  in  cui  si  parla  dei  primi  piani  di 
salvataggio delle banche inglesi, pianificati dal governo britannico. Altre informazioni raccolte in rete da Davis, 
fanno presuppore che Nakamoto sia un cittadino britannico specializzato nella programmazione del linguaggio 
C++, crittografia, reti, ma anche munito di competenze economiche. Nel 2011, Davis si reca alla conferenza 
Crypto 2011 a Santa Barbara (USA), convinto della presenza di Nakamoto a quell’evento. Li incontra Michael  
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 probabilmente del gruppo di persone che ha creato la moneta digitale più famosa del 
mondo.  L'anno successivo comparve il  relativo  software,  e  con questo si  avviò un 
fenomeno destinato a  raggiungere una portata mondiale in brevissimo tempo. Dalla 
sua invenzione ad oggi il suo valore è cresciuto esponenzialmente: da 0,05 dollari nel 
2010 a 40 dollari nel marzo del 2013 raggiungendo punte di 95 dollari il 28 marzo del 
2013350.
Sono  una  nuova  moneta  elettronica  che,  almeno  nelle  intenzioni  dei  fondatori,  si 
propone di cambiare le basi del sistema monetario internazionale e aspira a diventare 
la nuova frontiera della transazioni su Internet351. Più concretamente i Bitcoin non sono 
una moneta reale, bensì una “valuta virtuale” creata tramite i computer collegati alla 
rete (non esistono in maniera tangibile, ma solo come valore di scambio) e, come tutte 
le monete esistenti, possono essere “barattati” in cambio di un bene o di un servizio ma 
ormai possono essere anche scambiati in dollari, euro, yen ed altre valute. 
I  Bitcoin, diversamente dai dollari e dagli euro,  non hanno un numero seriale  né un 
qualsiasi meccanismo che possa farne rintracciare l’utilizzatore. L’anonimato è dunque 
garantito. Questa caratteristica li rende particolarmente apprezzati dai promotori della 
privacy ma anche dagli spacciatori di droga.
Altro elemento distintivo proprio è che i Bitcoin non sono regolati da nessuna banca 
centrale, società o autorità. Questo fa sì che, da un lato, nessun organo può praticare 
politiche  d’inflazione,  dall'altro,  gli  utenti  possono  utilizzare  la  moneta  digitale  in 
modo diretto senza intermediari con il vantaggio di non sostenere né tasse né costi di 
commissione sui pagamenti. 
Clear, che corrisponde al profilo del possibile inventore del  Bitcoin, ma poco dopo Davis si accorge di aver 
fallito ancora una volta. Altri messaggi di Nakamoto, in funzione della tipologia di ortografia utilizzata, lasciano  
supporre che si tratti di un americano, ma anche questi indizi non conducono a particolari scoperte. V. A.TETI,  
Bitcoin: la criptomoneta del Cyberspazio che sfida banche e governi,  Rivista Mondo Digitale, n. 46, giugno 
2013.
350   Probabilmente impennata è stata causata dal forte acquisto da parte degli investitori europei nei giorni della  
crisi bancaria di Cipro.
351   “Bitcoin può cambiar la finanza allo stesso modo in cui il Web ha cambiato il mondo delle pubblicazioni”, 
commentano addirittura i creatori del servizio nel loro manifesto trasmesso su YouTube. 
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 Proprio per questa loro unicità di essere svincolati da qualsiasi legame con soggetti 
terzi  Heidi  Moore  sostiene  che  sia  stata  creata  "nello  spirito  di  sovversione,  per 
scambiare beni, schivando l’occhio della regolamentazione finanziaria". 
Infine, per quanto riguarda la sicurezza è la rete che la garantisce: i Bitcoin si basano 
su un sistema di scambio dei dati che viaggia su nodi del peer to peer352 (P2P, “da pari 
a pari”): una modalità che consente di tenere traccia dei trasferimenti di denaro, ma in 
modo  completamente  anonimo,  così  da  evitare  le  transazioni  false.  E  inoltre,  il 
trasferimento  di  Bitcoin si  completa  se  e  solo  se  la  rete  P2P (peer  to  peer)  la 
conferma353 nei blocchi354: questa conferma è un meccanismo di garanzia, il cui scopo 
è evitare che un utente venda o spenda monete che non ha, o che le spenda due volte 
(double spend)355. 
Ogni  utente  registrato  ha  due  chiavi  personali:  una  privata356 (utilizzata  per  il 
trasferimento  dei  Bitcoin tra  gli  operatori)  e  una  chiave  pubblica  (utilizzata  per 
controllare  e  raggruppare  tutte  le  transazioni  avvenute,  evitando  che  un  operatore 
"scambi" due volte lo stesso Bitcoin, con due operatori diversi, assicurando così una 
352   Peer to peer  (abbreviato in P2P) si intendono  i sistemi che funzionano come un collettivo organizzato 
permettendo ad ogni individuo di interagire direttamente con gli altri. Nel caso di Bitcoin, la rete è costruita in 
modo che ogni utente trasmetta le transazioni degli altri utenti. E, fatto di importanza cruciale, nessuna banca è  
richiesta come parte terza (dal Glossario del sito ufficiale Bitcoin: www.bitcoin.org).
353   Per conferma si intende che una transazione è stata verificata dalla rete ed è altamente improbabile che 
venga invertita. Una sola conferma è abbastanza sicura, ma per grandi somme (ad esempio 1000 € o più) è  
possibile  aspettarne più di  una, solitamente sei.  Ogni  nuova conferma riduce esponenzialmente il  rischio di 
inversione della transazione (dal Glossario del sito ufficiale Bitcoin: www.bitcoin.org).
354   Un blocco è una parte della blockchain che contiene e conferma molte transazioni in attesa. In media ogni 
10 minuti  circa un nuovo blocco, che include delle  transazioni,  viene aggiunto alla blockchain  attraverso il 
processo di mining (dal Glossario del sito ufficiale Bitcoin: www.bitcoin.org).
355   Per  double spending  si  intende quando un cattivo utente cerca di  spendere i  propri  Bitcoin con due 
differenti destinatari allo stesso tempo. Il mining e la blockchain di Bitcoin servono per creare un consenso sulla 
rete  in  modo  da  stabilire  quali  tra  le  due  transazioni  vince  (dal  Glossario  del  sito  ufficiale  Bitcoin: 
www.bitcoin.org).
 
356   Una chiave privata è un segmento segreto di dati che dimostra il tuo diritto di spendere  Bitcoin da uno 
specifico indirizzo Bitcoin attraverso una firma crittografica. Ogni indirizzo Bitcoin dispone di una sua propria 
chiave privata. Se utilizzi un programma portafoglio le tue chiavi private sono conservate sul tuo computer,  
mentre se utilizzi un portafoglio web le tue chiavi private sono salvate su alcuni server remoti. Le chiavi private 
non devono mai essere rivelate in quanto consentono di spendere  Bitcoin dagli indirizzi ad esse associati (dal 
Glossario del sito ufficiale Bitcoin: www.bitcoin.org).
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 transazione  irreversibile).  Sono  queste  due  chiavi  e  il  sistema  criptografico  ad 
assicurare  la  validità  delle  varie  transazioni:  ogni  Bitcoin contiene  sia  la  chiave 
pubblica che quella privata. Quando un utente A trasferisce dei  Bitcoin all'utente B 
rinuncia alla sua proprietà aggiungendo la chiave pubblica di B (il suo indirizzo) sulle 
monete in oggetto e firmandole con la propria chiave privata. In seguito A trasmette 
queste monete in un apposito messaggio di transazione, attraverso la rete peer-to-peer. 
Il resto dei nodi (gli operatori) validano le firme crittografiche357 e l'ammontare delle 
cifre  coinvolte  prima  di  accettarla,  in  modo  tale  che  l'utente  A  non  spenda 
ulteriormente i Bitcoin ceduti all'utente B. 
Quindi ogni volta che viene “coniato” un Bitcoin, in pratica, il suo codice viene aperto 
a tutta la comunità di utilizzatori, affinché non possa essere speso due volte e inoltre la 
valuta  va  direttamente,  grazie  a questo codice  cifrato,  da  un’utente  all’altro,  senza 
dover prima passare da una banca, garantendo dunque la privacy dello scambio ed 
eliminando i costi relativi al trasferimento bancario. 
Le  transazioni  non  viaggiano  sulla  rete  Bitcoin per  conto  proprio,  ma  in  blocchi 
d'informazioni.  Ogni  blocco  contiene  tutte  le  nuove  transazioni  già  confermate,  il 
numero del blocco che la precede, i 25 nuovi BTC358 e la chiave pubblica del loro 
proprietario.  I  blocchi  sono  univoci,  cioè  non  ne  esiste  uno  identico  all'altro,  e 
consecutivi.  Grazie  a  queste  caratteristiche  formano  una  catena,  la  cosiddetta 
blockchain359 .  Questa è la vera "anima" di  Bitcoin,  il  punto di riferimento di ogni 
client e  servizio  di  scambio.  Nella  blockchain  sono  registrate  tutte  le  transazioni 
357   Una firma crittografica è un meccanismo matematico che permette a qualcuno di comprovare la titolarità. 
Nel caso di  Bitcoin, un  indirizzo  Bitcoin e la sua  chiave privata  sono collegati da qualche magia matematica. 
Quando il tuo programma Bitcoin firma una transazione con l'appropriata chiave privata, l'intera rete può vedere 
che la firma corrisponde all'indirizzo Bitcoin. Tuttavia, non c'è alcun modo per il mondo intero di indovinare la 
chiave privata per rubare gli altrui Bitcoin (dal Glossario del sito ufficiale Bitcoin: www.bitcoin.org).
358   BTC è l'unità comune della moneta Bitcoin. E' un'abbreviazione e può essere usata come si usa la sigla 
USD per indicare il dollaro americano (US dollar).
359   La  blockchain è  un  registro  pubblico  di  tutte  le  transazioni  Bitcoin,  ordinato  cronologicamente.  La 
blockchain è condivisa tra tutti gli utenti Bitcoin. E' impiegata per verificare il saldo degli indirizzi Bitcoin e per 
impedire il double spending (dal Glossario del sito ufficiale Bitcoin: www.bitcoin.org).
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 avvenute  su  Bitcoin dal  primo  giorno,  e  tutte  le  chiavi  pubbliche  che  vi  hanno 
partecipato. È un punto di riferimento per confermare nuovi trasferimenti, ma anche 
per  riesaminare  quelli  vecchi  (se qualcuno ne ha voglia)  perché è  un'informazione 
accessibile  a  tutti  (per  quanto  non  tutti  i  soggetti  ne  abbiano  le  competenze  per 
analizzarla e comprenderla, ovviamente).
Difatti questi blocchi o catene di transazione permettono di individuare gli utenti che 
adempiono ai loro scambi e che quindi possono essere ritenuti sicuri per gli ulteriori 
trasferimenti  (per  creare  un  “blocco  di  transazioni”  confermate  e  quindi  sicure, 
servono le conferme da parte di almeno sei operatori). Nel caso in cui un utente provi a 
riutilizzare  una  moneta  che  ha  già  speso,  la  rete  rifiuterà  la  transazione  (non 
confermandola) perché non risulterà più lui il proprietario del Bitcoin. 
Ricapitolando è una moneta, come tutte, a due facce. Da una parte i vantaggi, alcuni 
dei quali già esaminati altri di cui se ne tratterà in seguito, derivanti dall'utilizzo di  
questa criptomoneta possono essere riassunti brevemente in:
1. Limitatezza. La quantità dei Bitcoin in circolazione è limitata, e ciò consente di 
garantirne il valore. Con un valore alto, la moneta risulta più conveniente da 
utilizzare in funzione del suo rapporto di cambio. Inoltre, essendo una moneta 
“forte”  può  anche  essere  considerata  come una  “riserva”  da  accantonare.  Il 
paragone più diretto è quello con l’oro: meno oro c’è in circolazione, maggiore 
sarà il suo valore. Questa caratteristica protegge i  Bitcoin anche dal rischio di 
inflazione.
2. Gestione in rete. La moneta viene scambiata in Internet, direttamente in una rete 
peer-to-peer e  senza  alcuna  autorità  di  controllo,  di  intermediazione  e  di 
governo. Questo consente una gestione libera e incontrollata del suo traffico 
(contrariamente a quanto accade per l’oro). Inoltre i costi delle transazioni tra i 
nodi sono enormemente più bassi di quelli bancari e i compratori e venditori 
non hanno altri costi aggiuntivi. 
3. Falsificazione impossibile. Contrariamente a quanto accade per le altre valute, i 
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 Bitcoin non possono essere falsificati. Il quantitativo massimo in circolazione è 
fissato e le transazioni, per quanto concerne i quantitativi di moneta, sono tutte 
controllate e verificate. Nessuno può spendere due volte lo stesso quantitativo 
di Bitcoin.
4. Scambio e modalità  di  impiego facilitati.  I  Bitcoin possono essere scambiati 
agevolmente e rapidamente in rete. I siti di e-commerce che intendono utilizzare 
questo mezzo di pagamento, possono farlo senza adottare tecniche particolari, 
senza costi di alcun tipo e senza intermediazioni con istituti di credito. 
5. Custodia  semplificata  e  riservata.  I  Bitcoin possono  essere  conservati 
autonomamente (nel proprio personal computer) senza l’ausilio di banche o enti 
che garantiscano la custodia. Ciò permette di avere la disponibilità del proprio 
denaro elettronico nell’immediato e in assoluta “riservatezza”,  elemento non 
trascurabile se consideriamo che tutte le operazioni sui conti correnti bancari 
possono  essere  monitorizzate  e  fornite  a  strutture  istituzionali,  previa 
autorizzazione, in caso di necessità.
Dall'altra, dato che i Bitcoin vengono smistati attraverso una rete peer-to-peer, e quindi 
vi  è  l’impossibilità  di  tracciare  i  movimenti  della  moneta  elettronica  e  di  svelare 
l’identità di coloro che effettuano le transazioni, diventano la moneta privilegiata per 
tutte quei traffici illegali e criminosi, come la compravendita di armi e droga360.
360   Il sistema per effettuare un'operazione di compravendita di armi utilizzando Bitcoin è in realtà più semplice 
di quanto si possa immaginare.
Innanzitutto  bisogna procurarsi  un indirizzo di  posta elettronica falso.  A questo punto,  il  vero problema da 
affrontare è costituito dall’indirizzo IP (Internet Protocol Address), elemento che consente di essere facilmente 
identificati nella rete Internet, però è risolvibile. Per consentire la navigazione sul Web con la tranquillità di chi 
sa  di  possedere  un  indirizzo  IP “fasullo”,  si  può  installare  sul  proprio  personal computer,  tra  i  tanti  che 
consentono di farlo, un software in particolare: Tor16. Nato nel 1995, in base ad una specifica della Marina degli 
Stati  Uniti  in  cui  si  richiedeva la  realizzazione di  un’applicazione  in  grado di  alterare  gli  IP  numbers,  per 
impedire che il  traffico dei messaggi in rete fosse intercettato da potenziali nemici,  successivamente è stato 
distribuito gratuitamente in rete grazie alla comunità che opera nel settore del  software di tipo open source. Il 
funzionamento è  relativamente  semplice:  è  sufficiente  scaricare  il  software dal  sito  (disponibile  in  lingue e 
sistemi operativi diversi), e dopo una veloce ed automatica installazione, viene proposto un nuovo indirizzo IP 
che sarà quello indicato dal proprio pc per la navigazione in rete. Con questo sistema di mascheramento, nessuno 
è in grado di sapere “chi” sta colloquiando con “chi”. All’atto dell’installazione del software è possibile scegliere 
la rete da cui farsi fornire l’indirizzo IP (in funzione delle diverse aree geografiche presenti). Per questo motivo 
le reti elencate dall’applicativo sono meglio identificate come “reti a cipolla” (il simbolo di Tor è infatti una  
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 2.2 - Il processo di creazione di Bitcoin
La creazione di moneta Bitcoin non è un processo immediato ma nemmeno difficile: 
diversamente dalle altre monete, essi  non sono garantiti  né da un bene equivalente 
(come l’oro, al tempo del sistema aureo) né da un’entità centrale, come una banca 
centrale. 
Il primo passo per ottenere questa nuova forma di moneta digitale è crearsi un Wallet, 
ossia un portafoglio virtuale361 dove custodire e spendere il denaro virtuale che si è 
generato o comprato. Questo portafoglio elettronico si scarica dalla rete attraverso un 
applicazione “client”362 ed è  disponibile  sia  per  PC,  Mac e  Linux,  e  recentemente 
anche per smartphone Android.
Una volta installato il software (o creato un account) e aperto un wallet verrà assegnata 
una  chiave  pubblica,  che  è  il  primo  indirizzo  Bitcoin composto  da  un  codice 
cipolla).  Il  successo  di  Tor  è  stato  così  rilevante  da  stimolare  diverse  organizzazioni  (profit  e  no-profit)  a 
finanziarne  lo  sviluppo.  Nel  2004  è  stato  finanziato  da  Electronic  Frontier  Foundation,  uno  dei  maggiori 
sostenitori della libertà su Internet; nel 2007 da Human Rights Watch e dal 2007 al 2011, perfino da Google. Non 
mancano i finanziatori “anonimi” (che arrivano a elargire somme pari a milioni di dollari), ma anche altri “noti”,  
come la BBG (Broadcasting Board of Governors) agenzia federale che rappresenta emittenti come Radio Free  
Europe, Voice of America, Office of Cuba Broadcasting. Pertanto il progetto Tor non è finanziato da estremisti  
dell’ultima ora o da organizzazioni misteriose, desiderose di compiere azioni criminali, tuttavia, come spesso 
accade, il software può anche essere utilizzato per condurre azioni criminose, come acquistare esplosivi o droga. 
Sono molteplici i  siti  dove è possibile, attraverso l’utilizzo del programma Tor e dopo una semplice fase di 
registrazione che garantisce l’anonimato, fruire dei servizi di  anonymous marketplace. Tra i prodotti offerti da 
questi  portali  web,  è  possibile  acquistare  droghe  varie,  manuali  di  combattimento,  testi  e  guide  per  la 
realizzazione di esplosivi di ogni genere e manuali di istruzione per l’assemblaggio di armi leggere. Completata  
la visione dei prodotti reclamizzati, è possibile portare a termine il pagamento con i Bitcoins, che preservano al 
massimo livello la riservatezza dell’intera operazione di  e-commerce. Su questi portali è possibile acquistare 
veramente di tutto: apparecchi elettronici, video, libri diversi, materiale pornografico di ogni genere e perfino un 
kit che consente di prodursi in casa documenti falsi. Naturalmente il nome del venditore (Seller) non è noto ed è 
coperto da un  nickname, così come il luogo di spedizione. Pertanto per fare commercio su questi siti  web è 
indispensabile aprirsi un conto in Bitcoin in uno dei tanti siti che lo distribuiscono. 
361   Per portafoglio Bitcoin si intende l'equivalente di un portafoglio fisico ma sulla rete Bitcoin. Il portafoglio 
contiene la chiave privata dell'utente e gli consente di spendere i Bitcoin registrati sul suo indirizzo Bitcoin nella 
blockchain.  Ogni portafoglio  Bitcoin può mostrare il  saldo totale di tutti  gli  indirizzi  Bitcoin che contiene e 
consente  di  effettuare  il  pagamento  di  una  specifica  somma  ad  una  specifica  persona,  proprio  come  un 
portafoglio reale. Questo è diverso dalle carte di credito che invece vengono addebitate dai commercianti  (dal 
Glossario del sito ufficiale Bitcoin: www.bitcoin.org).
362   Il client è possibile scaricarlo da questa pagina http://bitcoin.org/en/choose-your-wallet o uno dei tanti siti 
che offrono la possibilità di download per questo tipo di applicazione.
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 alfanumerico di 34 o 36 caratteri che inizia con il numero 1, ad esempio della forma 
1Ai83aafRLWYtMDNbP8b3uiWyquun6ot46. Una precisazione importante: il  Bitcoin 
address (indirizzo Bitcoin) e il wallet (portafogli) non sono la stessa cosa. Il primo è un 
valore univoco visibile a tutti, e chiunque all'interno della rete  Bitcoin può vedere le 
transazioni eseguite da un certo indirizzo, o anche capire quante monete possiede ma 
risalire all'identità reale del possessore dell'indirizzo è quasi impossibile garantendo 
così  la  peculiarità  dell'anonimato. Il  secondo,  il  wallet,  è  il  portafogli  a  cui  puoi 
associare tutti i Bitcoin address che generi, e in cui finiscono quindi tutti i soldi che su 
quegli indirizzi ricevi. Va sottolineata la possibilità che viene concessa all’utente di 
ottenere un numero indefinibile di indirizzi  Bitcoin,  senza alcun limite, dato che la 
generazione di molteplici coppie di chiavi non interferisce in alcun modo con quelle 
create  dagli  altri  nodi  della  rete.  Il  vantaggio dell’utilizzo di  più coppie  di  chiavi, 
risiede nelle maggiori garanzie di anonimato che possono provenire dall’utilizzo di 
coppie di chiavi diverse per ogni singola transazione effettuata.
Per spiegare la seconda fase, ossia come generare/ottenere Bitcoin, occorre usare il suo 
gergo ufficiale,  che è quello dei  cercatori  d’oro.  Difatti  l'attività  di  reperimento di 
Bitcoin è definita Mining363 (“estrarre da una miniera”).
Chi  ha  scaricato  il  software è  un “minatore”  che  “scava”  nella  rete  per  “estrarre” 
monete  che  compaiono  sullo  schermo  del  pc  quando  viene  risolto  un  problema 
informatico  che  il  server centrale  invia  a  tutti  i  “minatori”  del  mondo.  Il  quesito 
matematico, una cifratura crittografica, è così incredibilmente complesso che nessun 
pc riuscirebbe a risolverlo da solo, per cui è necessario associarsi a una rete (chiamata 
363   Per mining si intende il processo che fa eseguire all'hardware del computer calcoli matematici al fine di 
confermare le transazioni ed aumentare la sicurezza della rete Bitcoin. Come ricompensa per il loro servizio, i 
miner (minatori) di Bitcoin possono incassare delle commissioni sulle le transazioni che confermano insieme ai  
nuovi  Bitcoin appena creati. Quello del  mining è un mercato specializzato e competitivo dove le ricompense 
sono divise in base a quanti calcoli sono stati eseguiti. Non tutti gli utenti  Bitcoin si cimentano nel mining e non 
è un modo facile per fare soldi.
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 “pool”364) di altri pc365.
A quel punto si avvia il software e il “pool” inizia a “scavare”. Al “pool” che per primo 
trova la soluzione vengono assegnati uno o più pacchetti da 25 Bitcoin distribuiti tra 
gli associati in modo proporzionale al contributo di risorse dato da ognuno.
Una volta inseriti in un portafoglio virtuale sul proprio computer si può scegliere tra 
tre strade: sperare che il loro valore aumenti e nel frattempo continuare a “scavare” 
oppure possono essere spesi subito anche nel mondo reale presso esercizi commerciali 
che li  accettano366.  Il  meccanismo d'  acquisto è il  medesimo: venditore e cliente si 
scambiano la propria identità Bitcoin, vale a dire la chiave pubblica generata dal client, 
e si crea la transazione. Questa entrerà nel circuito P2P (peer to peer) di  Bitcoin nel 
primo blocco disponibile, e sarà poi confermata dalla rete dei nodi collegati. A questo 
364   Un Pool è una specie di consorzio, a cui ogni persona “cede” una parte delle risorse del proprio computer  
per eseguire dei calcoli estremamente complessi, più precisamente, per risolvere delle crittografie. In Internet ci 
sono molti di questi gruppi, a cui ci si può unire facilmente. Una volta che chi ha interesse a generare Bitcoin si è 
associato ad un pool e ha creato un account personale, potrà scaricare un piccolo programma in Java che quando 
lo esegui parte delle  risorse di calcolo del tuo computer vengono messe a disposizione del gruppo. Grazie a 
questa unione di forze, le crittografie vengono risolte più facilmente. Un singolo PC, infatti, non riuscirebbe a  
portare a termine il task.
365   Satoshi ha definito i parametri fondamentali del sistema, ovvero il fatto che il sistema autocalibra lo sforzo  
computazionale (la difficoltà del calcolo) in modo da validare una transazione ogni 10 minuti (in media). Ed ha  
stabilito che la creazione di moneta avvenga con un'inflazione programmata (secondo una serie geometrica) in 
modo che nel 2140 sarà prodotto la quantità massima di Bitcoin prevista in circolazione, ovvero 21 milioni.
Ciò che invece Satoshi ha lasciato alla libertà della rete è stato quello di decidere quale valore dare al Bitcoin e 
che  cosa  farne.  Ed  in  soli  3  anni  e  mezzo  il  mondo  Bitcoin  ha  preso  una  accelerata  tipica  dei  processi  
esponenziali.
366   La lista dei luoghi dove acquistare con i Bitcoin è discretamente lunga ed è consultabile on line in molti 
siti,  tra i quali  spendbitcoins.com o  bitcoinmagazine.com. Un uomo e suo figlio hanno recentemente detto a 
Business  Insider di  aver  venduto una  Porsche  su Craigslist  ad  un giovane uomo d’affari  che  ha  pagato  la  
macchina 300 Bitcoin, equivalenti a circa 39 mila dollari. L’acquirente ha inviato un sostituto a ritirare la vettura  
e le due parti sono rimaste collegate telefonicamente nei 30 minuti della transazione.
Molti  negozi online, attività di  servizi  e giochi,  permettono agli  utenti  di  effettuare transazioni con  Bitcoin. 
Pizzaforconis.com,  ad  esempio,  consente  di  ordinare  una  pizza  e  pagarla  in  Bitcoin.  Bitcointip  permette  il 
trasferimento di  Bitcoin allo scrittore od opinionista preferito su Reddit.  Rugatu permette agli utenti di inviare 
domande su un forum, consentendo di applicare una taglia su quella che l’utente pensa la risposta corretta. Una 
volta  che  qualcuno  risponde  alla  domanda,  l’autore  può decidere  se  premiare  l’utente  che  ha  risposto.  Ad 
esempio, una domanda dice: "Quanto credi che costerà Bitcoin il 17 Aprile?" La taglia è 100 mila mBTC (= 1 
millesimo di  Bitcoin) - chiaramente non tutte le domande sono relative a  Bitcoin. Ancora, su  Mine Things  si 
possono comprare bonus per i giochi con Bitcoin. Coindl è come l’iTunes delle Bitcoin e permette di comprare 
una canzone per 0.019 BTC Coinabul permette agli utenti lo scambio tra Bitcoin e metalli preziosi.
In  Italia alcuni esempi di attività che accettano pagamenti in  Bitcoin possono essere  lo studio dell'architetto 
Marcello Marini o il “B&B del Corso” di Napoli e l’agriturismo “il Falcone” vicino al lago di Garda.
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 punto il venditore completerà il tutto impacchettando i prodotti e spedendoli, oppure 
accreditando l'utente se si tratta di un servizio online.
Ed infine  una  terza  possibilità  è  venderli  in  cambio  di  moneta  reale367.  Proprio  la 
convertibilità in moneta legale (dollari, euro e yen) ha creato i primi problemi a questa 
moneta elettronica. Infatti, a causa del possibile processo di riconversione, i  Bitcoin 
sono diventati una riserva di valore: invece di essere usati come moneta sono  usati 
come investimento, perdendo la loro caratteristica di puro mezzo di scambio. È stato 
proprio l'incentivo a incamerare Bitcoin (sperando in un aumento del loro valore) a far 
perdere a questa moneta elettronica gran parte del suo valore trasformando il network 
in una piattaforma lucrativa per arbitraggisti (persone che guadagnano su acquisto e 
vendita  di  valute)  e  confermando  così  i  problemi  di  tesaurizzazione,  deflazione  e 
depressione  legati  a  un  sistema  simile  a  quello  dello  standard  aureo  (i  Bitcoin 
prendono il  ruolo  dell'oro),  come sottolineato recentemente  dall'economista  premio 
nobel Paul Krugman nel suo blog368. 
367   La piattaforma di trading più importante si chiama MtGox: Jed McCaleb aveva pensato al sito come un 
sistema per scambiarsi figurine poi, nel 2009, scoprì il fenomeno  Bitcoin e lo vendette a Mark Karpeles, un 
francese naturalizzato giapponese, per dedicarsi a Ripple, destinato a diventare il concorrente di Bitcoin. Oggi su 
MtGox  si  comprano  e  si  vendono  ogni  giorno  circa  6  milioni  di  dollari  di  Bitcoin che,  considerando  le 
commissioni, fanno guadagnare a Mark Karpeles 60mila dollari, sempre al giorno. Dopo essersi iscritti basta 
inserire l’ordine di vendita e il corrispettivo in euro (o in una qualsiasi altra valuta del mondo, Dollaro Usa, il 
Dollaro  Canadese,  la  Sterlina  Inglese,  il  Franco  Svizzero,  il  Dollaro  Australiano,  il  Rublo  Russo)  viene 
accreditato sul proprio conto corrente pronto per essere ritirato in un qualsiasi Bancomat. Naturalmente chi non  
ha voglia di “scavare” può inserire ordini d’acquisto e regolare la transazione sulla base della quotazione del  
giorno. Sulla pagina Wiki, sono disponibili gli altri cambi ufficiali  Bitcoin e la lista dei cambi e delle valute 
accettati nel trading con Bitcoin. Nonostante i recenti avvenimenti di Cipro, il dollaro USA è uno delle valute più 
scambiate, rappresentando il 72% circa degli scambi con Bitcoin. 
368   L’economista premio Nobel ha scritto in un  post sul suo  blog che il  famoso economista Adam Smith 
avrebbe disprezzato i Bitcoin perché la loro “estrazione” richiede un dispendio di risorse reali. Smith ha criticato 
l’uso delle valute di oro e d’argento nel 18esimo secolo, sostenendo che venivano  spese preziose risorse per 
creare qualcosa di semplicemente simbolico. Krugman scrive che lo stesso si può dire dei Bitcoin: “Ora siamo 
qui in un mondo di tecnologia ad alta informazione, e la gente pensa che sia intelligente, anzi all’avanguardia,  
creare una sorta di  moneta virtuale,  la cui  creazione richiede uno spreco di  risorse reali  che Adam Smith  
considerava stupido e fuori moda già nel 1776”. Inoltre di recente il premio nobel e James Surowiecki del New 
Yorker  sulla  MIT  Technology  Review,  hanno  scritto  articoli  (quello  di  Krugman  tradotto,  parzialmente  e 
tralasciando alcuni passi sul Bitcoin come gold standard, dal Sole 24 ore) che nel criticare il sistema Bitcoin ne 
hanno evidenziato la forza: il paragone con l'oro rilanciato dal nobel. L'economista Paul Krugman da keynesiano 
convinto contro il gold standard dice che il  Bitcoin ha piú uso finanziario che commerciale e chi li possiede 
insomma tende  a  tenerseli:  “In  effetti,  Bitcoin  ha  ricreato  nel  suo  mondo  privato  il  gold  standard,  in  cui  
l'erogazione di moneta è fissa invece che soggetta ad essere incrementata dallo stamparne altra. Quello che noi  
vogliamo da un sistema monetario non è che le persone si arricchiscano tenendo la moneta; noi vogliamo che  
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 Finora si è visto il lato buono della medaglia ma come si è detto a più riprese è la  
valuta dei criminali. Dal commercio di droga a quello di armi, passando per i farmaci 
illegali,  è  noto  il  fatto  che  Bitcoin ha  trovato  i  favori  di  affaristi  senza  scrupoli 
interessati a sperimentare i vantaggi di una moneta che non lascia traccia.
Proprio  per  questo  è  già  scattato  l’allarme  dei  governi  e  delle  banche  centrali. 
L’ultimo, in ordine di tempo, arriva da due parlamentari americani che hanno posto 
all’attenzione del Governo le attività di un sito, denominato Silk Road, che si presenta 
come una sorta di e-Bay della droga e che sfrutta proprio i Bitcoins come unica moneta 
di scambio.
La  Financial  Crimes  Enforcement  Network,  impegnato  nel  contrasto  delle  frodi 
finanziarie negli Usa e parte del Department of the Treasury, ha stabilito che le regole 
contro  il  riciclaggio  di  denaro  e  il  segreto  bancario  vengano  applicate  anche  alle 
monete virtuali.
Aziende  e  broker  che  trattano  Bitcoin devono  attualmente  seguire  le  stesse 
regolamentazioni cui sono sottoposti i tradizionali provider di moneta. Le transazioni 
che superano i 10 mila dollari  devono essere riportate anche se l’identità degli utenti 
dei portafogli digitali rimane anonima369.
Nonostante il lato negativo della moneta visto che non c’è niente che vincoli il prezzo 
delle  Bitcoin,  eccetto  il  desiderio  delle  persone  di  possederle,  molti  ritengono che 
questo fenomeno possa crescere a dismisura come una bolla destinata ad esplodere nel 
momento in cui le persone comincino a riporvi troppa fiducia. 
faciliti le transizioni e renda ricca l'intera economia. E non è del tutto ciò che sta accadendo ai Bitcoin [...]  
L'economia dei Bitcoin subito effettivamente una forte deflazione. E a causa di questo, ci sono incentivi a tenere  
la moneta invece di spenderla. [...]Così nella misura in cui l'esperimento ci dice qualcosa sui regimi monetari,  
rinforza le ragioni contro qualunque cosa come un nuovo gold standard - perchè mostra, appunto, quanto sia  
vulnerabile un sistema di questo tipo all'accumulare moneta, deflazione e depressione”.
 
369   Secondo quanto riporta il Wall Street Journal le società che distribuiscono o gestiscono transazioni in 
monete  digitali  dovranno  conservare  un  elenco  delle  operazioni  effettuate  e  saranno  obbligate  a  notificare 
importi superiori ai 10mila dollari. Il principale mercato per lo scambio di Bitcoin è Mt.Gox, dove alla fine di 
febbraio le monete virtuali anonime valevano 32 dollari e nel momento in cui viene scritto questo articolo hanno 
raggiunto 71 dollari (di Luca Dello Iacovo, Il Sole 24 Ore).
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 Henry Blodget di Business Insider370, ha pubblicato una storia in cui spiega perché il 
mercato di Bitcoin sia destinato a diventare una bolla speculativa perfetta:
• una storia di fondo convincente,
•  l’appeal del "sexy e nuovo" che i consumatori cercano di capire,
•  una fornitura limitata,
•  un valore soggettivo che giustifica qualsiasi livello di prezzo
•  la giusta combinazione di rischio ed eccitazione.
Tuttavia  secondo  Blodget,  esistono  una  serie  di  aspetti che  sarebbero  in  grado  di 
influenzare  negativamente  lo  sviluppo  dell'utilizzo  dei  Bitcoin tra  i  quali:  le 
regolamentazioni governative  (il Congresso è l’unico ad avere l’autorità di stampare 
moneta e, a tutti gli effetti, Bitcoin si comporta come una moneta); la vulnerabilità (ad 
esempio  i  casi  di  attacchi  informatici)  e,  infine,  il  fallimento  della  ricerca  del 
riconoscimento su grande scala.
Sempre Blodget paragona la bolla Bitcoin alla bolla Internet degli anni ’90, quando le 
quote  delle  aziende  online  hanno  visto  i  loro  titoli  schizzare  al  rialzo.  La  sola 
differenza, spiega, è che "non c’è nessun modo fondamentale di valutare le Bitcoin".
370   Hanry Blodget,  editor  e CEO di  The Business  Insider,  parla  dei  rischi  connessi  alle  transazioni  che 
utilizzano  Bitcoin, primo fra tutti, la possibilità di attacchi informatici che rendano irraggiungibili i luoghi di  
contrattazione sul web e causino furti. Blodget ricorda inoltre che non sarebbe la prima volta che dopo un’ascesa 
del genere si verifichi un declino rapido ed imperante. Però il target a 21 milioni permette di prevedere un nuovo 
rialzo dei prezzi: è probabile, ha spiegato Blodget in diverse analisi, che nel medio e lungo periodo il valore 
continui ad aumentare fino al raggiungimento di un punto di equilibrio. A una quota superiore dei 130 dollari  
odierni. La domanda è in continua espansione, con i meccanismi tipici delle bolle. E alcuni analisti prevedono un 
calo nei prossimi mesi. Ma c'è una differenza. Non avendo legami con alcun indice reale, la bolla della moneta  
elettronica è praticamente una bolla perfetta. Potenzialmente senza limiti. Il  solo rischio è perdere il capitale 
iniziale. Ma ci sono buone chance di moltiplicarlo velocemente  Vedi:  www.businessinsider.com/bitcoin-is-the-
perfect-bubble-2013-4.
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 2.3 - La bolla speculativa della moneta elettronica: il cosiddetto “Effetto Cipro”
Il fenomeno Bitcoin deve gran parte della sua fama pubblica al recente all'episodio che 
molti,  specialmente  nel  web,  definiscono  «effetto  Cipro».  Per  altri  semplicemente 
questo fu solo una colossale bolla speculativa371,  uno dei fenomeni più pericolosi e 
ricorrenti nell'economia. Venerdì 1 marzo 2013 un Bitcoin valeva 25 euro.  Il giorno 
dopo la criptomoneta anonima viaggiava sopra i 60 euro. In poco più di tre settimane il 
valore totale dei Bitcoin in circolazione ha superato quota 800 milioni di dollari, quasi 
quanto vale il gruppo Rcs in Borsa e la metà di quanto capitalizzano le assicurazioni 
Fondiaria Sai.
Molti cercarono di trovare la genesi di questa esplosione nel numero crescente di siti di 
compagnie e aziende che accettavano pagamenti in Bitcoin (comprese alcune voci che 
persino  la  banca  d’affari  Goldman  Sachs372 avesse  cominciato  a  effettuare  alcune 
operazioni in Bitcoin).
Ma questa spiegazione non era sufficiente per il picco raggiunto da Bitcoin nel corso di 
marzo e soprattutto nei primi giorni di aprile373. In soli sette giorni, dal 3 al 7 aprile, 
371   Il Financial Times nel periodo del marzo 2013 scrisse per commentare il fenomeno in atto: “Non succede 
tutti  i  giorni  di  poter  vedere  l’esplosione  di  una  bolla  in  tempo  reale  comodamente  seduti  davanti  a  uno 
schermo”.
372   La The Goldman Sachs Group, Inc.  è una delle più grandi  banche d'affari  del  mondo, che si occupa 
principalmente  di  investimenti  bancari  e  azionari,  di  risparmio  gestito  e  di  altri  servizi  finanziari, 
prevalentemente con investitori istituzionali (multinazionali, governi e privati). Fondata nel 1869, ha sede legale 
al  200 di West Street, a Lower Manhattan, con filiali importanti anche nei principali centri finanziari mondiali 
(Londra, Francoforte, Tokyo, Hong Kong). È quotata al New York Stock Exchange.
373   Una sintetica cronologia prima del “effetto Cipro” potrebbe esporsi così: il 2009 fu l'anno della preistoria  
dove Satoshi e pochi altri giocavano con la loro creazione coniata da poco. Il 2010 può essere pensato come un  
periodo classico segnato da epiche transazione come una pizza comprata con 10000 Bitcoin e dalla nascita di una 
sorgente  che  distribuiva  Bitcoin gratuitamente  (ai  singoli  indirizzi  IP).  Il  2010  è  anche  l'anno  dell'unica 
vulnerabilità grave del sistema che riesce ad essere sfruttata, fortunatamente prontamente superata. Il 2011 è una 
sorta di medioevo in cui il  Bitcoin espande la sua base utenti sopratutto in quella che viene chiamato il web 
profondo. E' l'anno in cui viene creato Silk Road, il mercato nero in cui vengono scambiate soprattutto droghe 
illegali.  Il  2012 è una sorta di  rinascimento in cui  la  moneta inizia a fare le prime apparizioni in pubblico  
(wikileaks inizia ad accettare donazioni in Bitcoin e il 15 luglio dello stesso anno si è tenuta a Londra la prima 
Bitcoin Conference) e dove il  prezzo della  valuta inizia ad essere deciso dalle borse (MTGox è l'exchange 
principale dove trovare quanto vale un Bitcoin in euro o dollari).Infine arrivando al 2013, l'età moderna in cui 
siamo tuttora e dove il Bitcoin inizia a calcare le cronache dei giornali con degli apprezzamenti notevolissimi e si 
iniziano a muovere gli speculatori e le start up basate sul Bitcoin. Giusto per rimanere al mese di luglio gli eventi 
significativi non sono mancati: il primo luglio i fratelli di Winklevoss (quelli della disputa con il fondatore di 
191 
 Bitcoin passò da 120 a 240 dollari raddoppiando il suo valore. Alcuni hanno ipotizzato 
che l'origine di questa impennata possa essere la crisi di Cipro374 e il prelievo forzoso375 
dai  conti  correnti  imposto  ai  risparmiatori.  In  questa  situazione  molte  persone 
avrebbero pensato di convertire parte dei loro risparmi in Bitcoin in modo da metterli 
al sicuro, essendo una moneta cifrata e criptata e le transazioni  completamente non 
tracciabili.
Quello  che  è  accaduto  in  quei  giorni  caldi  è  che  molti  investitori,  arrivati 
probabilmente  da  poco  nel  mercato  dei  Bitcoin,  hanno  deciso  “incassare”  i  loro 
guadagni. Chi aveva comprato  Bitcoin nei giorni in cui valeva 50 o 100 dollari, ha 
venduto  una  volta  raggiunto  il  picco  dei  266  dollari.  Di  conseguenza  Bitcoin ha 
Facebook) hanno proposto di far sbarcare il  Bitcoin alla borsa di New York e ad agosto il governo Tedesco ha 
ufficialmente  riconosciuto il Bitcoin come unità di conto, il che lo rende utilizzabile anche per pagare le tasse.
374   L'economia di Cipro era florida negli ultimi anni: per il Fondo monetario internazionale, prima del 2008 
Cipro stava attraversando “un lungo periodo di forte crescita e bassa disoccupazione, e le finanze dello stato  
erano  in  buona  salute”.  E  neanche  nel  2009  i  problemi  dell’isola  erano  gravi  come  quelli  di  altri  paesi 
dell’eurozona. Lo stato però non aveva controllato le banche. Aveva lasciato che alcune diventassero troppo 
grandi per riuscirle poi gestire in caso di emergenza e, soprattutto, non si era preoccupato della provenienza dei 
capitali (in maggioranza greci e russi) che gli istituti dell’isola attiravano.  Sembra che nel 2011 il totale delle 
operazioni svolte dalle banche cipriote, compresi i prestiti, sia stato pari all’835 per cento del prodotto interno  
lordo, cioè del valore complessivo di tutti i beni e i servizi prodotti da Cipro. Le banche hanno concesso molti  
prestiti alla Grecia e hanno investito grosse fette dei loro patrimoni in titoli di stato greci, pur sapendo che era 
rischioso. Poi la Grecia è finita sull’orlo della bancarotta e, d’accordo con la troika, ha fatto partecipare alle 
perdite anche i suoi creditori. Così le banche di Cipro hanno perso l’80 per cento dei soldi che avevano investito 
nei titoli greci. E sono cominciati i guai grossi e nel 2012 è stata colpita dalla crisi finanziaria e delle banche 
dell'Eurozona. Nel mese di giugno 2012 il governo cipriota ha dichiarato di aver bisogno di 1,8 miliardi di euro  
di aiuti esterni per supportare la Cyprus Popular Bank. Poi è arrivato il downgrade di Fitch: l'agenzia di rating 
rilevava che a Cipro servivano altri 4 miliardi di euro per sostenere le proprie banche e che i tre istituti di credito  
più importanti dell'isola erano eccessivamente esposti nei confronti della crisi greca. Cipro è nell'euro dal 1° 
gennaio 2008. A marzo del 2013, in cambio degli aiuti promessi dall'Eurozona, il governo cipriota, rappresentato  
da Nikos Anastasiades, si è impegnato ad operare un prelievo forzoso sui conti correnti dei propri cittadini. Le 
banche sono state chiuse per quattro giorni. Il 25 marzo 2013 l'Eurogruppo (costituito dai ministri dell'economia 
e delle finanze dei Paesi dell'area euro) ha raggiunto un accordo con il Governo cipriota relativo alla concessione 
di un prestito pari a 10 miliardi di euro da parte del Meccanismo europeo di Stabilità (MES) (secondo notizie di 
stampa,  quota  parte  -  1/10  -  del  prestito  sarebbe  a  carico  del  FMI),  subordinato  alla  realizzazione  di  un  
programma di aggiustamento macroeconomico. 
375   Il governo di Cipro aveva richiesto circa 18 miliardi di euro, la troika ha concesso 10 miliardi. Per trovare i  
soldi che mancavano, il governo di Cipro ha proposto allora una tassa sui depositi bancari (come avevano fatto 
l’Italia nel 1992 e la Norvegia nel 1936) da cui sperava di incassare 5,8 miliardi di euro. In origine era previsto 
un prelievo del 6,75 per cento sui depositi fino a 100mila euro e del 9,9 per cento su quelli superiori. In seguito  
alle  proteste  scoppiate  nel  Paese,  il  ministro  delle  finanze  Michalis  Sarris  ha  proposto  di  escludere  dalla 
tassazione i depositi fino ai 20mila euro. I risparmiatori tassati avrebbero ricevuto in compenso delle azioni della 
loro banca. Ma il 20 marzo 2013 il parlamento cipriota ha bocciato il progetto di legge.
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 incominciato a diminuire di valore, creando una spirale di vendite che è rapidamente 
diventata una valanga, portando al minimo il valore della moneta. Per questo si suol 
dire che è una bolla che è esplosa.
A questo punto chi aveva ancora dei Bitcoin ha preferito conservarli, con la speranza 
che tornassero a salire, mentre qualcun altro ha pensato che fosse stato toccato il fondo 
ed è quindi ritornato a comprare. Queste due spinte hanno, probabilmente, riportato il 
Bitcoin intorno ai 100 dollari.
La lezione da trarre da questi giornate di incredibili oscillazioni è che probabilmente 
Bitcoin non è una moneta, o almeno non lo è ancora. Per essere utile come mezzo di 
scambio una moneta deve avere un valore stabile o almeno che cambi in maniera più o 
meno prevedibile376. Tutti noi sappiamo quante cose possiamo comprare con un euro 
oggi e possiamo prevedere che domani compreremo le stesse cose per la stessa cifra. 
Forse l’anno prossimo ne potremo comprare un po’ di meno, a causa dell’inflazione, 
ma questo è un cambiamento prevedibile e al quale ci possiamo adattare.
Nessuno sa quanto varrà un Bitcoin domani. Il valore del dollaro e dell’euro oscilla in 
un anno di qualche punto percentuale. Quello di Bitcoin ha oscillato in pochi giorni di 
376   In tutto questo arco di tempo il valore di Bitcoin è stato tutt'altro che stabile. Generalmente si considera il 
cambio con il dollaro USA, e solo nelle ultime settimane si è passati da 50 dollari a quasi 250. Il valore di  
Bitcoin in dollari  è,  teoricamente,  influenzato dagli  scambi che avvengono in tutto il  mondo. Cioè solo dal 
mercato, che lo fa circolare alla stregua di obbligazioni, materie prime e - in un certo senso - valute nazionali.  
Questa realtà di per sé sarebbe sufficiente per giustificare l'instabilità, ma si può andare un po' più a fondo. 
La prima spiegazione a tanta instabilità è da cercare nella scarsità. Più il valore totale un sistema valutario è 
piccolo, e più grandi saranno le oscillazioni a cui è sottoposto, e di  Bitcoin ce ne sono pochi, sono poche le 
persone che li possiedono, e sono pochi quelli pronti ad accettarlo come strumento di pagamento. Se il valore 
totale è ridotto, infatti, ci sono più probabilità che possano entrare in gioco investitori con capitali abbastanza 
grandi da influire sul totale, mentre se il mercato cresce questo tipo di oscillazione si riduce.  A lungo andare 
questo “problema” dovrebbe andare a risolversi da solo, quindi, mano a mano che nuovi  Bitcoin entrano in 
circolazione (con ritmo costante) e che il loro valore totale aumenta. Resta da vedere se 21 milioni di  Bitcoin 
saranno  sufficienti  per  eliminare  la  variabile  della  scarsità:  il  sistema  infatti  è  programmato  per  fermarsi 
raggiunta tale cifra, e a partire da quel momento ci saranno solo transazioni vere e proprie, mentre il  mining 
continuerà a esistere solo in virtù delle ricompense (transaction fees). Se 21 milioni sembra un numero piccolo, 
bisogna  considerare  anche  che  la  frazione  minima  è  pari  a  0.00000001  Bitcoin,  il  che  aumenta 
considerevolmente le possibilità. Un valore regolato solo dal mercato per un bene come Bitcoin, poi, è molto 
suscettibile anche alle variazioni di umore. Bitcoin non ha un valore di utilità (non lo si usa per fare cavi, o per 
alimentare motori), ma a parte questo non è diverso da altri beni, quindi segue la vecchia e sempreverde legge 
dell'offerta e della domanda, e questa a sua volta segue gli umori e gli interessi dei partecipanti al gioco. Come  
ogni  sistema grande o piccolo,  infine,  Bitcoin è  vulnerabile  alla  speculazione,  nelle  attività  di  chi  cerca  di 
manipolare il valore del bene per ottenere un profitto immediato. Si ritiene, per esempio, che almeno in qualche 
caso si siano portati attacchi DDoS a MTGox e siti simili si scatenare una Panic Sales (vendita di massa generata  
dal panico), e poter così comprare a bassi prezzi per guadagnare sul seguente recupero.
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 centinaia di punti percentuale.  È difficile immaginare qualcuno che sia disposto ad 
accettare pagamenti in una moneta che potrebbe perdere in poche ore metà del suo 
valore. A Bitcoin non servirebbe neppure avere un valore costantemente in aumento 
ma l’unica cosa che dovrebbe garantire sarebbe riuscire ad avere un valore stabile, ma 
proprio per come è stata costruita questo sembra impossibile.
2.4 - Legislazione sul Bitcoin
Il  Bitcoin, allo stato attuale, non ha ancora una legislazione precisa in alcun Paese al 
mondo, se non in Thailandia, dove la criptovaluta virtuale è stata vietata377.
2.4.1 - Il Bitcoin nell'ordinamento statunitense
Il  18  marzo  2013,  Il  Financial  Crimes  Enforcement  Network  (detto  anche 
FinCEN), un ufficio del Dipartimento del Tesoro degli Stati Uniti, emanò un 
report riguardante le  “valute  virtuali” centralizzate  e decentralizzate ed il loro 
status legale entro il “money services business” (MBS) ed il regolamento del Bank 
Secrecy Act 378 (sulla segretezza bancaria).
Questo documento classifica le monete digitali ed altri metodi di pagamento digitale, 
come i  Bitcoin,  alla  stegua di  “valute virtuali”,  dal  momento che non hanno corso 
legale sotto alcuna giurisdizione sovrana.
I lFinCEN ha sollevato gli utenti di  Bitcoin americani da obblighi legali in materia 
377   A.TROTMAN, The Telegraph, 29 Luglio 2013, www.telegraph.co.uk/finance/currency/10210022/Bitcoins-
banned-in-Thailand.html.
378   DEPARTMENT OF TREASURY FINANCIAL CRIME ENFORCEMENT NETWORK,“Application of  
FinCEN’s Regulations to Persons Administering, Exchanging, or Using Virtual Currencies”,18 Marzo 2013, 
www.fincen.gov/statutes_regs/guidance/pdf/FIN-2013-G001.pdf.
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 dichiarando che: “Un utente di valuta virtuale non è un MSB (un azienda di servizi  
monetari) secondo i regolamenti di FinCEN e quindi non è un soggetto a registrazione  
speciale, a comunicazioni periodiche ed alla conservazione di registrazioni contabili”. 
Ad  ogni  modo  si  sostiene  che  gli  enti  americani  che  generano  valuta 
virtuale  come  i  Bitcoin svolgano  attività  di  trasmissione  di  moneta379 (quindi 
MSB) se vendono la moneta da loro generata contro valuta nazionale (quindi Bitcoin 
per Dollari), stabilendo quanto segue: “Una persona che crea unità di moneta virtuale  
convertibile e vende tali unità ad un altra persona in cambio di moneta reale o un suo  
equivalente integra nella fattispecie di trasmissione ad un altro luogo, è considerato  
quindi  un  money  transmitter”380.  Questo  quindi  si  estende  in  particolar  modo  ai 
Bitcoin miners che potrebbero doversi registrare come MBS e rispettare i requisiti di 
legge  previsti  per  chi  esercita  attività  di  trasmissione  di  moneta,  ma  solo  qualora 
vendano i loro Bitcoin contro valuta nazionale nel territorio degli Stati Uniti.
In più, il FinCEN reclama la regolamentazione sugli enti americani che gestiscono i 
Bitcoin in processi pagamento o come ufficio di cambio: “Una persona è un agente di  
cambio (exchanger nel testo originale) e un money transmitter se questi accetta tali  
valute  decentralizzate  da  una persona e  li  trasmette  ad  altre  persone  come parte  
dell'accettazione e del trasferimento di valuta, fondi o altri valori che sostituisce con  
valuta”381.
Riassumendo,  la  decisione  del  FinCEN fa  sì  che  laddove  un  certo  ammontare  di 
Bitcoin venisse scambiato con moneta tradizionale allo scopo di  favorire e coprire 
transazioni ed attività sospettose, questa attività integrerebbe il reato di riciclaggio di 
379   Secondo il diritto civile degli Stati Uniti d'America, un “money transmitter” o un “money transfer service” 
è un'azienda che fornisce servizi di trasferimento di moneta o strumenti di pagamento. I “money transmitters” 
negli Stati Uniti sono parte di un gruppo più ampio di entità chiamato Money Service Business o MSB. 
380   TIMOTHY LEE,  Bitcoin  miners  must  also  register  if  they  trade  in  their  earnings  for  dollars,in 
Arstechnica,  19  marzo  2013,  http://arstechnica.com/tech-policy/2013/03/us-regulator-bitcoin-exchanges-must-
comply-with-money-laundering-laws/.
381   Us  govt  clarifies  virtual  currency  regulatory  position,  Finextra,  19  marzo  2013, 
www.finextra.com/News/FullStory.aspx?newsitemid=24645 
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 denaro,  tanto  che  il  Dipartimento  del  Tesoro  degli  Stati  Uniti  ha  esteso  i  suoi 
regolamenti antiriciclaggio alle transazioni di Bitcoin.
Risale invece al giugno scorso la notizia che un membro del consiglio della 
Bitcoin Foundation,  Jon  Matonis, ha ricevuto una lettera di avvertimento da parte 
del Dipartimento delle Istituzioni Finanziarie della  California,  il  quale  accusa la 
fondazione di  trasmissione di  moneta senza licenza.  Matonis  ha negato che 
la  fondazione  sia  coinvolta  in  trasmissione  di  denaro,  reclamando  una 
maggior  attenzione  delle  amministrazioni  pubbliche  sulla  questione.  A  questo 
proposito,  nel  tardo  luglio  2013 è  stato  lanciato  un  gruppo di  think  tank382 per  lo 
sviluppo di best practices ad uso dei governi nazionali intenzionati, su cui si spera di 
poter costruire un canovaccio per poter un giorno emanare regolamentazione specifica 
in materia. Il gruppo, che prende il nome di Committee  for  the  Establishment  of  
the  Digital  Asset  Transfer  Authorityè  stato  promosso  all'interno  della 
comunità di Bitcoin.
2.4.2 - Il Bitcoin nell'ordinamento europeo
Il  29  Ottobre  del  2012,  la  Banca  Centrale  Europea  ha  pubblicato  un  importante 
documento di studio intitolato  Virtual Currency Schemes383 che, senza pregiudizi, né 
sminuire o demonizzare il fenomeno, ha affrontato con approccio sistematico, per la 
prima  volta  in  assoluto  (non  solo  da  parte  di  una  banca  centrale),  gli  aspetti  più 
rilevanti del sistema Bitcoin, sia dal punto di vista economico che giuridico.
In  quella  sede,  la  Banca  Centrale  Europea  (BCE)  ha  apprezzato  la  creatività  e 
382   Un think tank (letteralmente serbatoio di pensiero in inglese) è un organismo, un istituto, una società o un 
gruppo, tendenzialmente indipendente dalle forze politiche (anche se non mancano think tank governativi), che si 
occupa di  analisi delle politiche pubbliche  e quindi nei settori che vanno dalla  politica sociale  alla strategia 
politica,  dall'economia  alla  scienza  e la  tecnologia,  dalle  politiche  industriali  o  commerciali  alle  consulenze 
militari. 
383   Virtual Currency Schemes, European Central Bank, ottobre 2013, 
www.ecb.europa.eu/pub/pdf/other/virtualcurrencyschemes201210en.pdf.
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 l’innovazione  dei  sistemi  di  pagamento  generati  dal  Bitcoin384,  ne  ha  svelato  le 
autorevoli radici storico-economiche385;  ma data l'instabilità intrinseca del prezzo di 
queste valute, la mancanza di una specifica regolamentazione a riguardo ed il rischio 
di un loro uso illegale da parte di utenti anonimi, la Banca Centrale Europea (BCE) ha 
avvisato  anche  che procederà  ad esami periodici  ritenuti  necessari  per  contenere  i 
rischi connessi a questa proliferazione.
Di particolare importanza è stato il confronto tra il  Bitcoin, che si rammenta è una 
criptovaluta, con le altre monete elettroniche avente corso legale e riconoscimento nel 
diritto  europeo  grazie  alle  Direttive  2009/110/CE  sulla  Moneta  Elettronica  e  la 
2007/64/CE sui Servizi di Pagamento (c.d. PSD, Payment Services Directive).
Ha auspicato, infine, neppure tanto velatamente, l’affermazione del Bitcoin attraverso 
il compimento della stessa “traiettoria” seguita dalla Paypal che, con l’ottenimento in 
Lussemburgo  di  una  licenza  bancaria  europea  nel  2007  (e  assoggettamento  alla 
Commissione  di  sorveglianza  sui  servizi  finanziari),  ha  fatto  un  notevole  balzo  in 
384   Ad esempio i c.d.  Bitbills  (cfr.  www.bitbills.com).  I  Bittbill sono carte prepagate da utilizzare per la 
memorizzazione di Bitcoin da usare per gli acquisti svolti in negozi ed esercizi commerciali “reali” e ne esistono 
di diversi tagli (da 1, 5, 10 e 20 BTC). I  Bitbills rappresentano un sostituto del  Bitcoin per contanti, che non 
richiede  alcuna  connessione  Internet  per  dar  luogo  alle  transazioni.  Ogni  Bitbill contiene  uno  speciale 
ologramma di sicurezza in cui è memorizzato un codice QR che incorpora una crittografia a chiave privata  
monouso, legata al denaro memorizzato sulla scheda. Gli utenti possono scambiare le carte al valore nominale 
(per esempio presso un rivenditore) per ottenere altra valuta legale o per riscattare i fondi associati al Bitbill, da 
spendere nella rete Bitcoin tagliando la carta ed estrarre la chiave privata. 
385   Nel  documento  del  29  ottobre  del  2012,  intitolato  “Virtual  currency  schemes”,  la  BCE riconosce  il 
fondamento teorico del Bitcoin nella c.d. scuola austriaca avviata dall’economista e filosofo Friedrich von Hayek 
che, con la Denazionalizzazione della moneta del 1976, ha apertamente criticato tutte le teorie keynesiane, sulla 
cui  base  si  sono  strutturati  l'attuale  sistema  monetario  e  gli  interventi  intrapresi  dai  governi  e  dalle  altre  
istituzioni finanziarie. Secondo la teoria austriaca e von Hayek, in particolare, i cicli economici esacerbati da 
fenomeni  di  inflazione  di  massa  sono  l'inevitabile  conseguenza  di  interventi  monetari  nel  mercato,  in  cui  
un'eccessiva espansione del credito bancario provoca un aumento dell'offerta di moneta attraverso un processo di 
creazione di denaro all’interno delle riserve del sistema bancario, che a sua volta porta ad alterare artificialmente  
i tassi di interesse. Sulla base di ciò, la BCE ricorda che, sul fronte monetario, Friedrich von Hayek – attraverso  
le sue influenti pubblicazioni, tra cui la citata Denazionalizzazione della moneta(1976) - postula (e raccomanda) 
che i governi non debbano più avere il monopolio dell'emissione di moneta. Egli suggerisce, invece, che ciascun  
soggetto privato, strutturatosi come banca, possa essere autorizzato a rilasciare certificati non fruttiferi con il  
proprio marchio di fabbrica. Questi certificati (cioè le valute) dovrebbero poi essere aperti alla concorrenza e 
scambiati  a  tassi  di  cambio  variabili.  Qualsiasi  valuta  in  grado  di  garantire  un  potere  d'acquisto  stabile 
eliminerebbe le altre valute meno stabili dal mercato; il risultato di questo processo di concorrenza sarebbe una  
reale massimizzazione del profitto, derivante da un sistema monetario altamente efficiente in cui solo valute  
stabili potrebbero coesistere. 
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 avanti in termini di diffusione e sicurezza dei propri servizi386.
In particolar modo la Banca Centrale Europea (BCE), riconosciuta la rilevanza dello 
schema della moneta virtuale,  soprattutto  di  quello  alla  base  del  Bitcoin in quanto 
bidirezionale, cioè in grado di entrare ed uscire dal sistema e dal circuito economico e 
monetario  tradizionale,  lo  confronta  con  lo  schema  della  moneta  elettronica 
disciplinato dalla Direttiva n. 2009/110/CE, che utilizza tre criteri fondamentali per 
definire la moneta elettronica: 1) deve poter essere memorizzata elettronicamente; 2) 
deve  essere  emessa  dietro  ricezione  di  fondi  di  importo  non  inferiore  al  valore 
monetario emesso; e 3) deve essere accettata come mezzo di pagamento da imprese 
diverse dall'emittente. Alla luce di ciò, la BCE riconosce che il Bitcoin è conforme al 
primo ed al terzo dei requisiti posti dalla normativa europea sulla moneta elettronica. 
Mentre  l’aspetto  chiave  dell'attività  di  "data  mining",  che  porta  alla  creazione  di 
moneta, è svincolato dalla ricezione di fondi di valore equivalente al valore monetario 
emesso (o estratto) ed impedisce l’applicazione della direttiva sulla moneta elettronica 
ai Bitcoin.
Riguardo  invece,  secondo  la  BCE,  la  Direttiva  n.  2007/64/CE  sui  servizi  di 
pagamento , che disciplina la corretta esecuzione dei servizi di pagamento ed individua 
nuovi soggetti, gli Istituti di Pagamento, che in concorrenza con le banche centrali, i 
sistemi  bancari  nazionali,  e  i  sevizi  postali,  possono  legalmente  svolgere  attività 
imprenditoriali  nell’ambito  della  prestazione  dei  servizi  di  pagamento  ma  che, 
comunque,  non  sono  autorizzati  ad  emettere  moneta  elettronica,  può  fornire  degli 
spunti per ricomprendere in uno schema legale il  Bitcoin387. Infine, la BCE riferisce 
comunque dell’esistenza, nell’ambito del Comitato dei Pagamenti della Commissione 
Europea, dell’avvio della discussione su come indirizzare il Bitcoin verso uno schema 
386   Al riguardo, scrive la BCE: “This is not an easy step, but it looks like the only possible way to strike a  
proper  balance  between  money  and  payment  innovations  on  the  one  hand,  and  consumer  protection  and  
financial stability, on the other” (cfr “Virtual currency schemes”, p. 44). 
387   Cfr. “Virtual currency schemes”, p. 43.
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 di moneta legale e legalmente riconosciuta in Europa388.
Il dato più interessante è invece del dicembre del 2012, quando il sistema monetario 
basato sul  Bitcoin è stato registrato come  payment services provider europeo (PSP, 
cioè Prestatore di Servizi di Pagamento), secondo la Direttiva n. 64 del 2007, grazie 
all'intervento della  Bitcoin Central, organizzazione che funge da banca di cambio di 
Bitcoin in altre valute, che è riuscita ad ottenere in Francia un ID bancario per poter far  
trasferire denaro e Bitcoin nel circuito creditizio, facendo perciò assumere al Bitcoin lo 
staus di “moneta riconosciuta ancorché priva di corso legale”389.
2.4.3 - Bitcoin nell'ordinamento italiano
Per quanto riguarda l'Italia, col Decreto Legislativo n. 45/2012390, si è data attuazione 
alla  più  volte  citata  Direttiva  2009/110/CE  sull'avvio,  l'esercizio  e  la  vigilanza 
prudenziale degli Istituti  di Moneta Elettronica, in quanto strumento per perseguire 
l'armonizzazione  del  mercato  dei  pagamenti,  accrescere  la  concorrenza  e  favorire 
l'accesso al mercato391.
Il decreto, che ha modificato larga parte del Testo Unico Bancario (D.Lgs 1° settembre 
1993, n. 385), oltre a definire il concetto di moneta elettronica - comprendendo i casi 
in cui venga emesso un valore memorizzato elettronicamente in cambio di fondi da 
utilizzare come strumento di pagamento - individua i soggetti abilitati all'emissione di 
moneta elettronica. Secondo il legislatore, tale attività è consentita alla Banca Centrale 
388   EUROPEAN COMMISSION DG. INTERNAL MARKET AND SERVICES, Sixth meeting of Payments  
Committee, PC/005/12, 21 marzo 2012. 
389   J.KISS,  Virtual currency Bitcoin registers with European regulator,  The Guardian,  7 dicembre 2012, 
http://www.theguardian.com/technology/2012/dec/07/virtual-currency-bitcoin-registers.
390   G.U. n. 99 del 28-4-2012 - Suppl. Ordinario n. 86.
391   G. ARANGUENA LA PAZ, Bitcoin, moneta virtuale e mezzo di pagamentoreale: l'UE meglio degli USA?




 Europea, alle banche centrali comunitarie, allo Stato italiano e ad altri Stati comunitari, 
alle pubbliche amministrazioni statali, regionali e locali392, e a Poste Italiane, ma risulta 
riservata alle banche ed agli  agli istituti  di  moneta elettronica,  i  c.d.  IMEL, cioè a 
soggetti giuridici di diritto privato autorizzati dalla Banca d'Italia ed iscritti in apposito 
albo.
Tutti  i  predetti  soggetti  pubblici  possono  emettere  moneta  elettronica  solo  se  le 
disposizioni di settore che li disciplinano lo consentono, altrimenti sono obbligati a 
costituire un soggetto giuridico sotto forma di IMEL. Mentre tra i soggetti non bancari, 
gli  IMEL, una volta iscritti  all’albo e ricevuta l’autorizzazione ad emettere moneta 
elettronica, hanno diritto e sono abilitati (senza ulteriore autorizzazione) all'esercizio di 
tutti  i  relativi  servizi  di  pagamento,  nonché  ad  ulteriori  attività  imprenditoriali 
connesse  e  strumentali  all’emissione  di  moneta  o  alla  prestazione  dei  servizi  di 
pagamento,  tra  cui  anche  l’esercizio  dell’attività  di  credito  purché  funzionale  e  in 
stretta relazione ai servizi di pagamento loro affidati393. Pertanto, contrariamente agli 
Istituti di Pagamento, che necessitano di apposita autorizzazione per ogni servizio che 
vogliano prestare, l’autorizzazione data agli IMEL è più estesa, comprendendo non 
solo  attività  riguardanti  l’emissione  di  moneta  elettronica,  ma  tutti  i  servizi  di 
pagamento nonchè ulteriori attività d’impresa strettamente connesse e strumentali.
Tuttavia,  nonostante  tale  ampiezza  di  possibilità  date  a  soggetti  non  bancari, 
nell’ambito del territorio europeo ed anche in Italia, allo stato attuale, come già detto 
relativamente  allo  studio  compiuto  dalla  BCE sui  Bitcoin,  la  moneta  elettronica  è 
concepita come un sostituto del denaro con corso legale394, cioè in definitiva come uno 
strumento alternativo al sistema di pagamento in contanti, ovvero degli altri strumenti 
392   Gli indicati soggetti istituzionali pubblici, non svolgono, ordinariamente ed allo stato attuale, servizi per il  
pubblico ma sono classificati come prestatori  dei  servizi di pagamento in quanto partecipanti  al  sistema dei 
pagamenti. 
393   Cfr. il riferimento fatto nella riscrizone dell’art. 114-quater del TUB alla diposizione ex art. 114-octies.
394   E’ ciò anche per salvaguardare, come specificato in uno dei considerando della direttiva n. 2009/110/CE, la 
fiducia del detentore di moneta elettronica. 
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 di pagamento tradizionali; tant’è che sia la direttiva in questione che il provvedimento 
nazionale di  attuazione prevedono la rimborsabilità  in ogni  momento della moneta 
elettronica e la possibilità di emettere valuta elettronica solo dopo aver ricevuto i fondi 
necessari, da utilizzare come strumento di pagamento.
Difficile,  quindi,  riconoscere nello  status di “moneta elettronica” il  Bitcoin.  Manca 
infatti  un collegamento  fondamentale,  vale  a dire  che,  per  quanto il  Bitcoin possa 
assurgere  ad  essere  uno strumento  alternativo  e  complementare  alle  transazioni  in 
contanti o con altri strumenti di pagamento tradizionali, questa valuta (e non moneta) 
elettronica  non  viene  emessa  dopo  aver  ricevuto  fondi  necessari  e  corrispondenti 
almeno al valore nominale della valuta. Un altro modo per vedere il  Bitcoin è non 
come una moneta, ma come un bene a sé, e come tale può essere scambiato sotto 
forma di baratto. Questa concezione è basata sul fatto che il Bitcoin in quanto moneta 
integra  sì  il  requisito  dell'accettazione come tale  da  parte  dei  suoi  fruitori, 
ma non si presta ad essere, per le sue caratteristiche, una riserva di valore. 
La  disciplina  legale  applicabile  allora  a  questo  status  è  quella  civilistica,  integrata 
dall'art. 11 del Dpr 633/72395 con il  quale si  stabilisce che in caso di  cessione 
di  altri  beni,  il  corrispettivo  di  ogni  singola  cessione è tassato autonomamente 
con  relativa  aliquota  IVA,  individuando  come  base  imponibile  delle  operazioni 
permutative “il valore nominale dei beni e dei servizi che formano oggetto di ciascuna 
di esse”.
Il cambio, dunque, del  Bitcoin in valuta avente corso legale diventerebbe in 
questo  modo  una  semplice  compravendita,  da  regolamentare  fiscalmente  con  il 
MODULO RW  (Investimenti all’estero e/o trasferimenti da/per/sull’estero), modulo 
che deve essere utilizzato dalle persone fisiche residenti in Italia le quali, devono però 
certificare solo le transazioni superiori a € 10.000. 
Discorso diverso esigono invece i nuovi (relativamente) Istituti di Pagamento (i PSP), 
395   Decreto del Presidente della Repubblica del 26 ottobre 1972 n. 633 “Istituzione e disciplina dell'imposta  
sul valore aggiunto”, pubblicato in Gazzetta Ufficiale n. 292 del 11 novembre 1972.
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 introdotti anche in Italia per effetto dell’attuazione della già menzionata direttiva c.d. 
PSD n.2007/64/CE attraverso l’emanazione del Decreto Legislativo n. 11/2010396.
Grazie a tali normative sono stati introdotti, anche in Italia, elementi di competizione 
nel mercato dei pagamenti, volti a rompere negli intenti l’oligopolio delle banche e dei 
gestori delle carte di credito che hanno impedito innovazione di processo e di prodotto, 
non consentendo l’abbattimento dei costi delle transazioni. Tant’è che agli Istituti di 
Pagamento, per incentivarne la costituzione, sono stati concessi dei vantaggi rispetto 
agli enti creditizi tradizionali, visto che, secondo il legislatore, gli Istituti di Pagamento 
non hanno gli obblighi di capitalizzazione imposti alla banche e sono del tutto esentati 
dal regime di garanzia dei depositi.
Pertanto, anche in Italia - per quanto il Bitcoin difetti ancora di una regolamentazione e 
si  sia  appena  avviato  il  processo  di  inclusione  di  esso  in  un  framework legale 
all’interno del diritto europeo, vi sono già sufficienti strutture normative in grado di 
supportare  iniziative  come  quella  francese  dello  scorso  dicembre  2012;  che  ha 
consentito  a  una  società,  la  Paymium  Sas,  specializzata  in  software e  soluzioni 
innovative per la sicurezza dei pagamenti, di entrare in collaborazione con una società 
(peraltro  cofinanziata  dall’Unione  Europea,  col  Fondo  di  Sviluppo  Regionale),  la 
Aqoba,  operante  legalmente  come  PSP del  gruppo  di  banche-assicurazioni  a  base 
cooperativa del Credit Mutuel Arkea, allo scopo di offrire al mercato la piattaforma di 
Bitcoin Central per costituire fondi e depositi, provvedere al trasferimento di  Bitcoin 
nel circuito del sistema dei pagamenti, vendere e scambiare la moneta digitale con 
altre valute, ecc.
Ma al di là delle teoriche possibilità di implementare con servizi innovativi l’attività di 
pagamento  e-trading in  Bitcoin anche in  Italia  (vi  è  lo  sparuto servizio offerto da 
Postebit.it, attraverso la carta di  Postepay, attualmente sospeso per il raggiungimento 
396   Decreto Legislativo 27 gennaio 2010, n. 11, recante “L'attuazione della direttiva 2007/64/CE, relativa ai  
servizi  di  pagamento  nel  mercato  interno,  che  modifica  le  direttive  97/7/CE,  2002/65/CE,  2005/60/CE,  
2006/48/CE ed abroga la direttiva 97/5/CE” pubblicato nella G.U. Del 13 febbraio 2010, n. 30 – Supplemento 
Ordinario n. 29.
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 dei limiti dei plafond delle carte postali utilizzate per il pagamento dei Bitcoin), rimane 
il fatto che, nel nostro Paese, stentano a decollare finanche la moneta elettronica ed i 
sistemi  di  pagamento  alternativi  al  contante  ed  agli  altri  strumenti  tradizionali; 
nonostante gli sforzi, anche divulgativi, fatti dalle Autorità regolatorie (Banca d’Italia e 
Antitrust) per diffondere maggiore consapevolezza del fatto che un efficiente sistema 
dei pagamenti può incidere positivamente per almeno un punto di PIL397. E basta dare 
un’occhiata  ai  risultati  dell’indagine  sulla  diffusione  degli  strumenti  di  pagamento 
alternativi al contante condotta annualmente dalla Banca d’Italia per rendersene conto, 
anche senza essere economisti398.
In tale quadro, malgrado gli scambi in Bitcoin stiano aumentando vertiginosamente e 
vi si muovano intorno diverse opportunità di offerta di servizi, nel nostro Paese, per 
scarsa propensione agli investimenti innovativi, poca conoscenza (o diffusione della 
conoscenza) sui nuovi contesti (anche) normativi comunque a disposizione, per le note 
e croniche difficoltà strutturali, e per la difficoltà ad erodere le tradizionali posizioni 
dominanti (che l’Europa ci chiede invece di aprire), si fa fatica a stare al passo e si  
finisce per sprecare molte occasioni di business, magari buone399.
397   Cfr. evento al Circolo della Stampa di Milano del marzo del 2013, «Istituti di pagamento e Imel. Profili  
normativi e opportunità nel mercato dei bollettini» (http://www.ilgiornale.it/news/economia/alternative-contante-
istituti-pagamento-valgono-l1-pil-895402.html).
398   Infatti, acquisito il dato che in Italia, tra i sistemi di moneta elettronica attualmente esistenti (classificabili  
in  due  tipologie:  con  supporto  fisico  o  card  based,  oppure  senza  o  server-based,  se  il  valore  incorporato 
spendibile  è  archiviato  su  un  server  centrale  in  un  account  virtuale,  a  cui  gli  utenti  accedono  con  un  di 
pagamento), sono più diffusi quelli delle carte di credito e della carte pre-pagate, si apprende da una delle ultime 
relazioni della Banca d’Italia sui servizi di pagamento reperibili su Internet, che in Italia (i) nel 2010, sono state  
regolate 68 operazioni procapite con strumenti alternativi al contante contro le 182dei paesi dell’area dell’euro; 
(ii) nel 2011, vi sono state 51 operazioni elettroniche per abitante in Italia a fronte delle 168; e che (iii) tra le  
principali determinanti del basso utilizzo di strumenti di pagamento elettronici, vi è il basso livello del reddito  
pro capite e il contenuto grado di diffusione dei punti di accettazione delle carte di pagamento presso le imprese, 
la  scarsa capacità  innovativa e di  sicurezza e le  variabili  connesse con l’economia sommersa che spiegano 
all’uso elevato del contante, a fronte di uno scarso utilizzo di strumenti tracciabili. 
399   Basti pensare alla lentezza con il quale il sistema economico sta rispondendo alle novità introdotte, sempre 
attraverso  una  vasta  riforma  del  Testo  Unico  Bancario,  in  tema  di  mediatori  creditizi  ed  agenti  in  attività 
finanziaria, per i quali sono stati istituiti appositi organismi di sorveglianza ed albi professionali, in attuazione 
della normativa europea sul credito ai consumatori. 
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