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Аннотация. В статье рассматриваются виды проявления молодежного экстремизма в сети 
Internet, способы ее выявления и профилактики.
Abstract. The article discusses the types of manifestations of youth extremism on the Internet, 
methods of detection and prevention.
УДК 343.98
В последнее время в России наблюдается всплеск экстремизма. В средствах массовой 
информации неизменно «крутят» новости о террористических группировках, о религиозно­
политическом экстремизме и о терроризме в целом.
Стоит отметить, что экстремистские проявления распространены в большей степени в 
молодежной среде, это связано с тем, что такой социально-возрастной группе свойственна 
психология максимализма и подражания. Молодежный экстремизм как массовое явление 
выражается в пренебрежении к действующим в обществе правилам и нормам поведения.
Основная цель экстремизма -  навязывание определенных убеждений населению и 
привлечение как можно больше единомышленников в свои организации. Возникает вопрос, где 
это можно сделать в современном информационном обществе?
В наши дни информационное пространство сети Интернет используют различные 
экстремистские и террористические организации, радикально настроенные группировки с целью 
вербовки молодежи для претворения в жизнь идеологии экстремистской направленности. 
Распространение молодежного экстремизма в сети Интернет является острой проблемой для 
«мирных» граждан. Увеличивается количество преступлений, поднимается уровень насилия, 
экстремизм становится более жестоким и профессиональным.
Данный вид экстремизма можно определить как информационный экстремизм [1].
Сеть Интернет является идеальным инструментом пропаганды террористической и 
экстремистской деятельности, это связано с некоторыми характеристикам, которыми активно 
пользуются представители бандформирований и поддерживающие их лица. К таким 
характеристикам относятся:
-  возможность широкого охвата аудитории;
-  анонимное размещение информации;
-  высокая скорость и быстрый характер распространения материалов;
-  возможность без каких-либо финансовых затрат анонимно создавать собственные
пропагандирующие интернет-ресурсы;
-  допустимость использования представителями экстремистских группировок лазеек в 
несогласованности в законодательствах стран мира в области «компьютерного права» [7].
Основные черты глобальной сети -  открытость и отсутствие цензуры размещаемых 
материалов. Согласно этому существует возможность для свободной пропаганды сепаратизма и 
религиозного экстремизма.
Все подобные интернет-ресурсы ведут свою работу из-за рубежа и имеют международные 
доменные имена, а именно: «.com», «.org», «.info» [6].
Известным примером для Российской Федерации служит сайт чеченских сепаратистов 
«Кавказ-Центр», который успешно работал на шведских и американских серверах.
64
Для вербовки и создания привлекательного образа террористических организаций 
используются практически все популярные социальные сети и ресурсы: ВКонтакте,
Одноклассники, Twitter, Youtube, Instagram. Более того, используются все возможности данных 
социальных сетей, а именно: массовые рассылки, «перепосты», размещение видео- и
аудиоматериалов, фотографий, документов [3].
Данные источники являются носителями «вредительных» сведений. В своих трудах В.Н. 
Лопатин упоминает о видах такой информации. Так, в понимании автора к «вредоносной 
информации» относится:
1) информация, возбуждающая социальную, расовую, национальную или религиозную 
ненависть и вражду;
2) призывы к войне;
3) пропаганда ненависти, вражды и превосходств;
4) посягательство на честь, доброе имя и репутацию человека;
5) информация, оказывающая разрушающее воздействие на психику людей [8].
Электронные средства являются самыми современными каналами передачи информации.
Проблема фильтрации информации в электронных сетях является одной из самых дискуссионных 
[2].
Стоит отметить, что в сети Интернет используются три вида вербовочной экстремистской 
деятельности:
-  официальные сайты экстремистских организаций;
-  социальные сети, блоги, форумы, через которые распространяются экстремистские 
материалы, и инициируется их обсуждение;
-  чаты, Интернет-сообщества, где обсуждаются планы и дальнейшие действия 
злоумышленных группировок в скрытом режиме.
Представители религиозно-политических экстремистских движений и групп получили 
возможность вступать в дискуссии, отстаивать свою идеологию и убеждения в Интернет-ресурсах, 
где численность аудитории может достигать сотни тысяч человек.
Такие ресурсы негативно воздействуют на молодежное сознание и не контролируются 
государством и обществом. Экстремисты используют сеть Интернет, чтобы вербовать новых 
сторонников, тем самым пополняя свои ряды.
Экстремистские и террористические организации рассматривают информационный 
экстремизм как основной способ пополнения числа своих сторонников. Контакты в Интернет- 
сообществах позволяют оперативно поддерживать связь на географически больших расстояниях, 
обсуждать, планировать и координировать будущие акции в достаточно скрытом режиме.
На сегодняшний день серьезную опасность для общества представляют сайты, откровенно 
проповедующие идеи экстремизма и терроризма. Через такие ресурсы международные 
террористические организации практически беспрепятственно осуществляют пропаганду 
радикальных течений ислама, проповедующих борьбу с «неверными», «создание всемирного 
халифата» и т.д.
Необходимы средства для борьбы с проявлением экстремизма в Интернете. В российском 
законодательстве используются соответствующие нормы в уголовном и административном 
кодексах [5]. Но для блокирования экстремизма, как уголовного проявления, следует 
совершенствовать правовую базу, укреплять деятельность специальных служб, а также 
активизировать идеологическую работу [4].
Таким образом, отдельные проявления экстремизма, сопряженные с использованием 
вредоносной информации, представляют реальную угрозу информационной безопасности не 
только общества, но и государства. Экстремистская деятельность в сети Интернет может 
рассматриваться как проблема общегосударственного значения и угроза национальной 
безопасности страны. Практически во всех странах мира ведется интенсивная борьба против 
информационного экстремизма, но актуальным остается вопрос об эффективности данной работы.
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