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BAB VI 
KESIMPULAN DAN SARAN 
6.1 Kesimpulan 
Berdasarkan analisis, dan pengujian yang telah dilakukan, maka dapat 
diperoleh kesimpulan dari tugas akhir ini yaitu: 
Pembuatan SOP tentang penanganan dan pencegahan insiden serangan siber 
pada website telah dilakukan. SOP ini dapat digunakan secara umum untuk 
menangani insiden serangan yang terjadi pada website. 
 
6.2 Saran 
Saran maupun masukan yang dapat penulis sampaikan terhadap pembuatan 
SOP penanganan dan pencegahan insiden serangan pada website ini adalah: 
Dari hasil penelitian ini, penulis menyarankan untuk lebih banyak 
mempelajari jenis-jenis teknik serangan yang sering terjadi pada website untuk 
dapat membuat SOP penanganan dan pencegahan insiden serangan siber yang 
terjadi pada website dengan jenis teknik serangan yang berbeda. 
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