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> Methoden und Tools die eine forensische 
Untersuchung erschweren oder verhindern
> Die Untersuchung muss mehr Ressourcen 
benötigen als dem Ermittler zu Verfügung 
stehen 
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iPhone 3GS Hardwareverschlüsselung
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Daten auf der normalerweise ReadOnly Partition
Umgesetzt 
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Ende
Vielen Dank 
für 
die Aufmerksamkeit 
Email: Stefan.Lambertz@alumni.fh-aachen.de
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