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SISTEMA DE CONTROL DE VENTA DE COMBUSTIBLES LÍQUIDOS DERIVADOS DE 
HIDROCARBUROS PARA LA PROVINCIA DEL CARCHI CON TECNOLOGÍA RFID  
 
La tesis que se presenta, trata sobre el desarrollo de un sistema que automatiza el proceso de venta 
de combustibles líquidos derivados de hidrocarburos en las estaciones de servicio de la provincia 
del Carchi. Este sistema que se maneja a través de tecnología RFID muestra de manera atractiva, 
rápida y eficiente la información tanto al usuario como al despachador del cupo diario de 
combustible al cual puede acceder; además cuenta con varios servicios como el acceso a reportes y 
monitoreo que nos permitirá realizar un seguimiento en cada una de las estaciones de servicio a los 






VENTA DE COMBUSTIBLES /  DERIVADOS DE HIDROCARBUROS / TECNOLOGÍA RFID 













CONTROL SYSTEM SALES OF LIQUID FUELS OIL DERIVATIVES FOR 
THE PROVINCE OF CARCHI WITH RFID TECHNOLOGY 
 
The submitted thesis is about the development of a system that automates the process of selling 
liquid fuels derived from hydrocarbons in service stations of Carchi province. This system, which 
is managed through RFID technology, displays in attractive, fast and efficient way, information as 
well as to the user and to the dispatcher of fuel quota which can be accessed daily, also it has 
several services such as access to monitoring reports, that allows us to follow up in each of the 
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El RFID es una poderosa herramienta para cualquier negocio. Provee que en un futuro remplace la 
tecnología existente de identificación como son los códigos de barra. 
 
Esta tecnología se basa en la utilización de un pequeño chip que es adherido a un producto, a través 
del cual es posible mantener un rastreo de su localización. 
 
Esta tecnología se la utiliza en múltiples aplicaciones como son control de acceso, casetas de peaje, 
tarjetas electrónicas y utilizada por jueces de las carreras para control el tiempo de cada 
participante ya sea al comienzo a medio o al final de la carrera.  
 
La tecnología RFID se agrupa dentro las denominadas identificaciones automáticas ya que recogen 
la información y se almacena en una base de datos. 
 
La tecnología RFID es considerada como un sistema en la que la tendencia apunta a complementar 
y finalmente suplir el código de barras, los usuarios pueden identificar sus productos de manera 
grupal y no individual, logrando con esto el ahorro de tiempo y dinero en las operaciones rutinarias. 
 
La tecnología RFID utiliza tres elementos para su funcionamiento, una etiqueta eléctrica que va 
colocada en el producto, un lector de tags que es el que recibe la información y lo mando por 
ultimo a una base de datos que es la que almacena toda la información del producto. 
La tecnología tiene una gran ventaja que permite que no influya falsificación ya que las etiquetas 
electrónica no se pueden copiar como los códigos de barra, y esto hace de que se garantice su 
autenticidad.  
 
Cuando usamos de la tecnología RFID estamos hablando de eliminar procesos manuales o captura 




Las posibilidades de tener acceso a las tecnologías que contribuyen al desarrollo de los procesos 
operativos de las empresas parecen ser cada vez mayores. En el caso del sistema de Identificación 
por Radiofrecuencia (RFID) los costos resultan menores para su implementación, pues se estima 
que año con año su costo ha disminuido hasta un 20%. (Carrasco, disponible en / rescatado de: 
http://www.logisticamx.enfasis.com/notas/4130-rfid-una-herramienta-expansion)  
 
En mi criterio muy personal me parece que este producto es muy novedoso, además brinda de una 
manera muy eficaz y rápida la información de un producto.  
 
Su bajo costo también es un punto a favor y la mayor importancia es que es pequeño, con gran 
facilidad de utilización. 
 
Con la utilización de la tecnología RFID podemos incrementar la eficiencia y productividad de una 
empresa, el proceso de reducción de errores por parte del humano en el conteo, rastreo de un 
objeto. Reducirá el costo y tiempo de trabajo en el proceso operativo, mejorara el proceso 
administrativo de información, se beneficiara en el control de calidad, tendrá el negocio una 
rentabilidad muy incrementada. 
 
Esta tecnología es utilizada en algunos centros de seguridad para controlar el acceso de personal, en 
grandes locales comerciales para el control de inventario, en los peajes y autopistas para realizar el 
control de sistema de pago, en los cajeros automáticos para realización de alguna transacción con 
una tarjeta de crédito, y gracias a esta tecnología ha facilitado algunos procesos. 
 
La implantación de esta tecnología ayudará a prevenir robos de productos por parte de clientes, ya 
que si un cliente se está robando un producto al momento de que este llegue a la caja el lector lo 
detectara enseguida. 
 
El RFID se basa principalmente en ofrecer seguridad electrónica ya que la información de 
identificación de un objeto está almacenado en una tarjeta la cual impide la alteración de mismo 
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por parte de otra persona que no tiene nada que ver en el manejo del sistema, el cual se diferencia 
del código de barra que es fácil de clonarlo mediante una fotocopia del código. 
 
1.1 Problemática Actual 
 
Actualmente la tecnología RFID existente, presenta numerosos desafíos. Los precios de las 
etiquetas son relativamente elevados, los problemas de lectura son importantes y el tamaño y la 
forma de las antenas sigue siendo muy inflexible.  
 
La tecnología de etiquetado existente tiene además un rendimiento limitado de la información del 
proceso, además de problemas de confiabilidad, incluyendo los daños a las etiquetas durante el 
proceso de conversión de las mismas, la velocidad de lectura/registro y los problemas en la 
integración del etiquetado y demarcación.          
 
Hoy en día la distribución de combustibles líquidos derivados de hidrocarburos ha proporcionado 
muchos problemas en lo económico en la provincia del Carchi ya que no hay personas responsables 
que controlen el proceso de venta de este  producto en los locales de distribución y permiten 
venderlo en costos muy elevados a los consumidores 
 
En otros casos estas empresas que distribuyen el combustible no están enseñados a utilizar este tipo 
de tecnología para el control de ventas del mismo esto hará de que los empleados estén inconforme 
en el manejo que tendrán que capacitarse en este tipo de tecnología.  
 
Una de las problemáticas en la utilización de esta tecnología es que  nadie ha habilitado un sistema 
que desactive el chip una vez cumplida su función, continuará emitiendo sus informaciones, y 





Otra problemática es que ha llenado de preocupación a los defensores de la privacidad, ya que con 
el chip localizado a las personas perderán la privacidad ya que este, controla todos los movimientos 
de cada uno. 
 
“Los expertos en privacidad han manifestado su disconformidad con el uso de etiquetas de RFID 
en los niños. “Pienso que el experimento está preparando a los niños para el “mundo feliz” en el 
que las personas serán vigiladas las 24 horas de los siete días de la semana en nombre de la 
seguridad”, Richard Smith, asesor de seguridad y privacidad en Internet. / Rescatado de: 
http://www.borrmart.es/articulo_redseguridad.php?id=200&numero=15) 
 
Según Richard Smith la mayoría de personas están en completa desconformidad por parte de esta 
nueva tecnología que estará instalada en todas partes como tarjetas de crédito, ropa etc. Todo esto 
con lleva a que estemos más vigilados así perdiendo nuestra privacidad ya que seremos rastreados 
las 24 horas de día sin tener nuestro espacio libre. 
 
“Mi mayor preocupación es que una vez que comencemos a llevar objetos con etiquetas de RFID 
tales como tarjetas de acceso, tarjetas de cliente, prendas de vestir, etc., podamos ser rastreados sin 
nuestro conocimiento por una red de lectoras de RFID conectadas a Internet”, añade.” 
Richard Smith, asesor de seguridad y privacidad en Internet. / Rescatado de: 
http://www.borrmart.es/articulo_redseguridad.php?id=200&numero=15) 
 
En la actualidad esta tecnología está sometida a ataques, esto se debe a la madurez de la misma que 
permite el acceso a lectores y grabadores de RFID a precios muy económicos. Por este motivo, la 
tecnología RFID se debe aumentar aún más en la parte de protección de acceso y minimizando el 
proceso de estafa de información. 
 
Actualmente las empresas que utilizan el RFID no dan a notar de la utilización de la tecnología 




Al momento del control de un producto no es necesario que el individuo sepa donde está ubicado 
ya que este puede leer información a cierta distancia lejana del producto. 
Actualmente Gobiernos están en trámites de implantación de esta tecnología para realizar el control 
de pasaporte, documentos de identidad lo que implicaría muchos más problemas de privacidad 
hacia el personal. 
 
Problemas actuales con la utilización de tecnologías como el lector de código de barra permite que 
no haya una completa lectura de productos esto permite que a veces se comenten errores. 
 
La gran insolvencia que existe en el manejo manual de identificación de productos permite que se 
comentan errores y hasta pérdida de información ya que son almacenadas en documentos. 
 
La probabilidad de que se presenten resultados concretos al momento de una auditoria es muy baja 
ya que se podrán presentar anormalidades como el mal ingreso de información o la falta de un 
informe de salida de un producto. 
 
Tanto a estos problemas se consigue crear una tecnología como es la RFID que permitirá dar una 
identificación de varios productos a la vez y almacenar de una vez en una base de datos, que 
permitirá dar un resultado positivo en el proceso de entrega de información, y será muy fácil de 
manipularlo por una sola persona sin necesidad de estar con documentos. 
 
 
1.2. Tendencia Mundial  
 
Tras años de camino recorrido y experiencias de los clientes han tenido que progresar en la 




Con la tecnología RFID las distribuidoras de combustibles líquidos derivados de hidrocarburos 
necesitan estar dentro del mercado mundial ya que esta tecnología es una opción potencial. 
 
En la actualidad podemos observar que en el mercado utilizan tecnología Rfid como son:  
 
Etiquetas inteligentes. Que son dispositivos que se colocan en los productos a rastrear y controlar. 
 
Antenas y concentradores de datos. Es un Hardware que permite leer productos etiquetados 
mandando información a una base de datos. 
 
Al poco tiempo de ser implementadas estas opciones nos entregan lo que buscábamos: orden, 
visibilidad y trazabilidad. 
La tecnología actual de RFID ofrece numerosas ventajas cuando se la compara con la tecnología de 
etiquetado ideal, la cual sería económica, reduciría la imposibilidad de faltas de lectura y ofrecería 
flexibilidad para el diseño de la antena.  
 
También proporcionaría habilidad en el proceso con grandes rendimientos, permitiría las pruebas 
durante el proceso y el control de calidad y cumpliría normas neutrales al vendedor. 
 
La tecnología RFID ha provocado una gran estabilidad en los tipos de mercados en los que la 
utilizan que ya que es fácil de manejarlo y brinda grandes servicios para el  controlar varios 
productos a la misma vez. 
 
El RFID permitiré también que no contengan falsificación de las etiquetas adheridas a los 
productos y puedan dar resultados eficaces, precisos y correctos. 
 
Con la utilización de esta tecnología en la distribución de combustible estarán a niveles muy altos 




Con el desarrollo de esta tecnología promueve a la necesita del país que poco a poco se vaya 
desarrollando a niveles de sistemas automatizados para facilitar el proceso de verificaciones de un 
objeto y que se presente un informe de este objeto con toda la información correcta. 
 
1.3 Normalización  y estándar 
Normalización  
Tecnología que permite la identificación automática de objeto, usando ondas de radiofrecuencia. 
 
Las normas mundialmente conocidas y que destaca Ciáurriz Martín en su trabajo “USO Y 
APLICACIONES DE LAS ETIQUETAS RFID” (2010) son: 
 
Normas ETSI.-  Es una norma aplicada a dispositivos de corto alcance referentes a la identificación 
de productos vía RFID. 
Se aplica en equipos de radio cuyo rango de frecuencias oscila entre los 9 KHz y 100MHz. 
 
Normas ISO.- se centran en la comunicación que se da en los dispositivos RFID. El propósito 
fundamental de todas estas normas ISO es establecer unos estándares mundiales que permitan la 
implantación de esta tecnología a escala mundial 
 
Las normas mundialmente ISO conocidas y que destaca Ciáurriz Martín en su trabajo “USO Y 
APLICACIONES DE LAS ETIQUETAS RFID” (2010) son: 
 
ISO/IEC 18000 Air Interface Standards (Normas de interfaz de aire).- Está diseñada para conseguir 
una visión global, en la que se define la comunicación entre las etiquetas RFID (el producto que 





ISO/IEC 15961 RFID For Item Management (radiofrecuencia para la gestión de artículos).- norma 
que consiste en la estructuración de qué tipo de etiquetas tendrán los producto,  de qué forma se 
almacenara la información del producto, y como estarán comprendido la información. 
 
ISO/IEC 15962 RFID for item management – Protocol: Data encoding rules and logical memory 
functions (Radiofrecuencia para la gestión de partidas - Protocolo: normas de codificación de datos 
y las funciones lógicas de memoria).- Esta norma controla el intercambio de información. 
Establece un formato eficaz y correcto mediante una estructura para evitar el procedimiento de 
errores. 
 
ISO/IEC 15963 for item management – Unique identification of RF tag (para la gestión de artículos 
- La identificación única de etiqueta).- esta norma se refiere al control de registro y el uso de las 
etiquetas de Radiofrecuencia, también se la utiliza para el control de calidad durante la fabricación 
del producto. 
Normas EPC.- Esta norma es gestionada para el proceso de establecer estándares mundiales para la 
implantación global del RFID.  





La estandarización facilita la implantación de la tecnología RFID a escala mundial asegurando la 
interoperabilidad de los sistemas en todo el mundo.  
 
Para la estandarización del RFID se comprende el protocolo que será el accionar de la 
comunicación entre la etiqueta RFID y el lector mediante Radiofrecuencia, además el contenido 
de datos que será la codificación o el formato de de los datos de la comunicación y la 




Los estándares mundialmente conocidos y que destaca Ciáurriz Martín en su trabajo “USO Y 
APLICACIONES DE LAS ETIQUETAS RFID” (2010) son: 
 
GS1 (Global Standards) (Estándares Globales).- Organización a la dedicación de la elaboración 
de normas mundiales mayor visibilidad en el abasto y de la oferta y demanda a nivel mundial. 
 
El estándar GS1 permite el manejo de productos, los servicios e información con la seguridad de 
dar un beneficio mayor a la empresa.  
La GS1 en si esta contra la piratería de productos, ya que esta tienen el papel de dar una visión a 
escala global la que permite saber el origen de cada producto, así como toda la información de 
producción con exactitud. 
 
La estandarización está presente en varios trazos como los son: 
 
GS1 BarCodes (Códigos de barras).- Es la más conocida a nivel de la familia de estándares 
fueron creadas en años atrás y has sido incorporados en gran cantidad de empresas a nivel 
mundia. 
 
Cada producto tiene un código único de identificación y puede ser manejado por todos los 
comerciantes y dentro de la propia industria contribuyendo a la eficiencia del proceso en la 
comercialización de productos. 
 
El código GS1 en todas sus estructuras, facilita la identificación de mercaderías, facilita las 
exportaciones y el intercambio de información entre otras empresas a nivel del mundo.  
 
GS1 eCom (comercio electrónico).- Tecnología utilizada en el intercambio de información 




Con la comercialización electrónica se puede reducir los costos de transacciones manuales, así 
como también se realizaran negocios mas rápidos y eficientes. 
 
Para la realización de un cambio de Información de comercio electrónico es necesario tener en 
cuenta que la información enviada sea  con un lenguaje accesible para todo comerciante. 
 
Para él envió de información es necesario tener en cuenta que lo más esencial para realizar un 
comercio electrónico es internet ya que es el proceso más vial para hacer presente el producto a 
vender. 
 
ISO (International Organization for Standarization) (Organización internacional de 
Estandarización) Definen normas sobre etiquetas, lectores y los datos almacenados e 
intercambiados. 
Esta estandarización juega un papel importante en el proceso de comercialización ya que permite 
el control de información. 
 
El ingreso de control de la calidad del producto para evitar el proceso de errores por parte del 
humano. 
 
Controla el cómo va a dar el resultado de los datos del producto de esto se sirve el formato de 
información que se va a dar al momento de guardarlo en la base de datos.   
 
1.4. Tecnologías y Proveedores 
 
El sistema RFID es una comunicación inalámbrica con una tecnología completamente probada y 




Sin embargo, es ahora cuando esta tecnología se ha ganado la confianza de los industriales, que ven 
en ella el medio de optimizar la rastreo de todas las mercancías en toda la cadena de distribución.  
Dependiendo del tamaño, tipo y antena del chip, podría rastrearse un producto desde 2 centímetros 
a 13 metros en los más sencillos, hasta incluso varios kilómetros en los más complejos.  
 
Son realmente pequeños y, tal y como se está avanzando en esta materia, en poco tiempo podrían 
ser considerados virtualmente invisibles. 
 
Esta tecnología ha provocado a los proveedores un gran beneficio en la recopilación de datos de un 
objeto  
 
La utilización de RFID en la cadena de abastecimiento es un hecho cada vez más frecuente. Esta 
tecnología brinda información en tiempo real, ofreciendo una visibilidad absoluta a lo largo de toda 
la cadena de suministro. 
 
RFID ha penetrado muy fuerte en el mercado. Más del 85% de los grandes mayoristas mundiales 
ya han adoptado dicha tecnología para sus producciones.  
 
Por tanto vemos como, a diferencia de otros avances del estilo, es una tecnología orientada al 
mercado de consumo.  
 
La aplicación en los supermercados se ve de gran manera eficaz ya que no es necesario de que las 
personas saquen los productos del carrito ya que gracias a la tecnología RFID todo producto tendrá 
su propio código y será recibida la información por un lector que almacenara en una base de datos. 
 
Y aún quedan miles de nuevas aplicaciones, software y herramientas que nos irán facilitando tanto 
las tareas cotidianas de la vida, como así mismo los procesos internos de cada empresa para 




Es una de las tecnologías que ya nos está facilitando, modernizando y ahorrando tiempo en algunas 
tareas cotidianas a través de objetos identificables por radio frecuencia, como lo son las tarjetas 
electrónicas para la identificación de un producto, pero aún queda mucho más por conocer y 
beneficiarnos de esta tecnología. 
 
La tecnología RFID provoca en la actualidad beneficios y facilidad para el manejo de información 
de un objeto que permitirá encontrar un objeto hurtado ya que cada objeto tendrá insertado una 
tarjeta electrónica que permitirá observa donde se encuentra localizado. 
 
La mayoría de empresas de productos de consumo ya están trabajando en RFID. Esto tiene un gran 
impacto en volumen de producción y por supuesto en el precio final del chip, que actualmente cae 
en picado dada la abundante demanda. 
Los proveedores están fabricando un gran número de sistemas de RFID que van ayudando a todas 
las personas que trabajan con un gran porcentaje de información para facilitar la búsqueda de datos 
ya que este sistema tiene un control automatizado de la información que esta almacenada en un 
base de datos y solo es necesario con un simple código para que se muestre toda la información del 
producto.   
 
1.5. Oportunidades y Amenazas  
 
En cualquier caso, el desarrollo de RFID permitirá que las empresas de suministros sean más 
competitivas en un mundo global favoreciendo sobre todo, el desarrollo avanzado de soluciones de 
localización e identificación de los objetos.  
 
Estas soluciones nos proporcionarán, sin duda alguna, junto a Internet y a las soluciones de 




Una de las oportunidades de manejar esta tecnología es que podremos verificar los resultados 
éxitos con la obtención de información del producto. 
 
A las empresas de suministro de combustible esta tecnología los beneficiara para que no contengan 
datos de falsificación en el momento de la presentación de información.  
 
Con la adquisición de la tecnología RFID las demás empresas de suministro adquirirán también 
esta tecnología y habrá una gran competencia de servicios y costos y esto provocará que se 
convierta en una demanda de suministros de combustible.  
 
Una oportunidad de trabajar con el RFID proporcionara un ambiente  más tranquilo al momento de 
poder dar información sin necesidad de buscar la misma en documentos ya que esta se almacena en 
una base de datos solo basta con poner el código del producto y el sistema nos brindara toda la 
información del mismo. 
 
Una de las grandes amenazas es que esta tecnología puede ser utilizada por atacantes para realizar 
consultas no autorizadas o seguimientos clandestinos de la localización de personas, objetos, etc. 
 
Los chips de frecuencia de radio en las etiquetas RFID, señalados como el reemplazo del código de 
barras, pueden resultar una amenaza para la privacidad, y hasta son capaces de llevar virus. 
 
Puede ocasionar un chip de identificación de las etiquetas RFID el de destruir u ocasionar daños a 
la base de datos de la cual lee información. 
 





Con el sistema RFID habrá amenazas por parte de los empleados que trabajan en forma manual el 
ingreso de datos ya que con esta tecnología tendrán que solo trabajar ya pocas personas por que es 
más fácil y sencillo el manejo. 
 
1.6. Infraestructura Actual  
 
En la actualidad las personas están creando nuevas tecnologías y en una de ellas esta presenta la 
tecnología RFID que fue desarrollada para la obtención de mejores resultados. 
 
Ya que cómo podemos ver a servido de gran ayuda para la facilitación de información tanto en el 
campo de la medicina, en la economía y ahora poder tener datos del suministro de combustible. 
 
En la infraestructura actual el RFID ha provocado un amplio beneficio tecnológico para estar al 
alcance de otras empresas. 
 
Los sistemas de pago "sin contacto", brindan mayor comodidad a los consumidores y aceleran el 
cobro, ya que permiten a las personas realizar compras con tarjetas de crédito, simplemente 
pasando una tarjeta o un token. 
 
En la seguridad las etiquetas se codifican con el número de registro de un producto y no con los 
datos del producto.  
 
No se almacenan datos en las etiquetas activas. Por lo tanto, la seguridad no es un problema. 
 
La Privacidad es un pilar en la infraestructura de los productos e incluso en las personas ya que 
ellas rechazan el uso de RFID activa en sus identificaciones ya que, mediante este sistema, es 




El proceso de poder controlar el movimiento de un producto hurtado ya que se podrá localizarlo 
donde se encuentra gracias a la etiqueta electrónica que esta adherida al objeto mediante ondas 
radiotécnicas que permitirá mandar información del objeto al lector RFID y este mandara 
información al ordenador de su localización. 
 
Este componente provee conectividad y habilita la  seguridad y las funciones administrativas de los 
sistemas para  diferentes componentes de un sistema RFID.  
 
Esta incluye la  red alámbrica e inalámbrica, y las conexiones seriales entre  lectores, controladores 
y ordenadores. El tipo de red  inalámbrica puede albergar desde una red personal (PAN, la  que 
provee Bluetooth), a una red local (LAN), WAN, etc. Las  comunicaciones por satélite están 




1.7 Recursos Humanos  
 
En la presente elaboración del proyecto contare con el apoyo de tutorías de ingenieros 
informáticos, entrevistas a las personas que laboran en las empresas de suministro de combustible, 
entrevista a personas que compran el combustible. 
 
Para este proyecto también tendremos que contar con el apoyo de libros y del internet que nos 
podrán dar una claridad de cómo funcionaba esta tecnología  tanto en años pasados como en la 
actualidad  y como favorecía a las personas que la utilizaban. 
Ya que con los resultados obtenidos tendré la perspectiva de su cumplimiento, y así se verá si se la 




Y se habrá alguna desventaja en la instalación poner a prueba conocimientos de que en realidad 
está fallando  el sistema dando una vista al funcionamiento y poder darle una solución.  
 
1.8 Descripción Del Proceso 





Tecnología Preferida para la identificación Automática de Vehículos 
Reducción  de tiempo  
Resultado eficaz 
Información eficiente 
A prueba de errores 
Contra Falsificación  
Facilidad de resultados 
Facilidad de manejo 
 
Partes del Sistema 
Tarjeta de Identificación  
Antenas 
Lector de información 
Ordenador 
Base de datos 
 17 
 
1.9 Marco Problemático y Fundamentación 
 
1.9.1. Marco Problemático 
 
Los mecanismos actuales de control de venta de combustible en los estacionamientos se basan en 
sistemas manuales que son deficientes para estacionamientos grandes.  
Estos sistemas manuales de control de venta de combustible están a cargo de algún empleando del 
local, el cual controla el número de ventas que ingresan en el local. 
 
Los cuales permiten que en ciertas ocasiones ocurran errores ya que entran un gran número de 
vehículos y al momento de que se dé la información probablemente nos dé información errónea. 
 
Claramente problemas de identificación también existen ya que al momento de almacenarlo de 
forma manual se podrán extraviar datos y en el proceso de resultados de información de un objeto 
se podrán ver errores continuamente.  
 
Una actividad de búsqueda de una persona provocara un sin número de conflicto ya que se perderá 




La necesidad por mejorar este problema que va creciendo considerablemente hace posible un 
estudio del tema.  
 
Los conocimientos teóricos adquiridos en el proceso de aprendizaje de la ingeniería, nos han dado 
los rudimentos científicos necesario para resolver problemas tecnológicos de diversa índole que 




En general, buscamos soluciones eficientes a problemas específicos para el mejoramiento de 
nuestra vida diaria.  
 
En el caso del control de venta de combustible en los suministros, buscamos solucionar este 
problema estudiando la problemática planteada y aplicando todos los conocimientos adquiridos en 
las aulas universitarias 
 
Se podrá dar fundamento a los conflictos de que se podrán tener en cuenta de que van a dar 
beneficios pero instalando este sistema en cualquier objeto pero menos en el humano ya que en la 
búsqueda de este, esta contra el derecho del ser humano.  
 
2. MARCO TEÓRICO  
 
2.1. ¿Qué es un sistema RFID?  
 
El sistema RFID en inglés (Radio Frequency Identification - Identificación por radiofrecuencia) es 
una tecnología que permite la identificación automática similar, en cuanto a su aplicación, a la 
tecnología de código de barras.  
 
La diferencia es que RFID utiliza una señal de radiofrecuencia en lugar de una señal óptica. 
 
Los sistemas de código de barras utilizan un lector y etiquetas impresas. En cambio RFID utiliza un 
lector y una tarjeta especial.  
 
En lugar de utilizar el reflejo de un rayo láser sobre la etiqueta de código de barras, RFID utiliza 




Esta señal de radio transmitida no requiere que la tarjeta esté dentro de la línea visual del lector, ya 
que las señales de radio pueden propagarse fácilmente a través de materiales no metálicos.  
Por esto, la tarjeta de RFID (Transponder) no tiene por qué estar en contacto directo con el lector. 
 
El RFID no es del todo nuevo, aparecen en los años 80 en sistemas de identificación, pero sí es 
cierto que actualmente están recibiendo una especial atención en muchos campos de la industria, lo 
que permite grandes avances en esta tecnología. 
 
Por ese motivo aparecen continuos estándares, aplicaciones e innovaciones al pasar los días esta 
nueva tecnología provocará mayor satisfacción en los que utilizan el RFID. 
 
 
Figura 1 Esquema de un sistema RFID 
 
El funcionamiento del sistema RFID es muy sencillo el lector envía una serie de ondas de 
radiofrecuencia a la tarjeta insertada en el producto que son captadas por la antena y estas ondas 
hace que se active el microchip  y envíe información almacenada en la memoria, esto hace que 
finalmente el lector reciba la información de la tarjeta y la almacene en una base de datos. 
 
La comunicación entre el lector y la etiqueta son realizadas por una radiofrecuencia a una 
frecuencia que genera la antena del lector y la etiqueta. 
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El RFID se puede encontrar con una lectura de varias tarjetas al mismo tiempo siempre y cuando 
esté al alcance del rango frecuencia 
 
El dispositivo RFID se realiza entre los 50 KHz y 2.5 GHz, las funciones que trabajan con 
frecuencia baja está entre (50 KHz – 14 MHz), son de bajo costo, poco alcance y son resistentes al 
ruido y finalmente no necesita con una licencia para operar. 
Las funciones que trabajan con frecuencia alta está entre (14MHz – 2.5 GHz) son más costosos 
pero con una tecnología compleja 
 
Los sistemas RFID tienen la ventaja de su total funcionamiento sin visibilidad directa entre lector y 
etiqueta.  
 
En este aspecto es donde claramente supera al código de barras y a otros sistemas ópticos.  
 
Pero debido a su costo, que aunque ha ido reduciéndose progresivamente siempre será superior al 
del código de barras, no se ha implementado en aplicaciones sencillas donde el código de barras 
sigue dominando el mercado.  
 
Pero es en las aplicaciones donde el código de barras y la tecnología óptica es más limitada y no 
resultan efectivos, es donde el crecimiento de la tecnología RFID es más visible. 
 
Estos sistemas de identificación por radio frecuencia trata de reducir costos, disminuir el tiempo de 
espera, agilizar los procesos y el mayor control en una empresa así como también la seguridad de 
un persona en especifico. 
 
Esta tecnología esta aplicada en muchos casos como a: 
 Control de calidad, producción y distribución. 
 Localización y seguimiento de objetos. 
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 Control de accesos. 
 Identificación de materiales. 
 Control de fechas de caducidad. 
 Detección de falsificaciones. 
 Almacenaje de datos. 
 Automatización de los procesos de fabricación. 
 Información al consumidor. 
 Reducción de tiempo y coste de fabricación. 
 Reducción de colas a la hora de pasar por caja. 
 Inventario automático. 
 
2.1.1. Evolución de los sistemas RFID  
 
La tecnología RFID ha evolucionado la identificación a distancia de monitoreo sensorial de redes y 
e amplia cobertura. 
 
Han pasado varios años desde el nacimiento de la tecnología , pero en estos últimos años con la 
aparición de grandes organización nacionales y extranjeras han hecho que se produzca un gran 
numero estos dispositivos para el control de un objeto ya que más se enfocan el RFID en los 
mercados. 
El futuro del sistema RFID parece ser esperanzador, ya que en un mundo basado en el poder de la 
información esta tecnología provoca una gran ventaja para el almacenamiento de la misma. El 
interés por el comercio virtual parece que tiene su principal protector en estos sistemas en la 
gestión de todo el proceso. Pero para estas nuevas aplicaciones se necesita un gran desarrollo de la 
tecnología. El futuro de RFID parece alentador, pero como todas las tecnologías, necesita de los 
otros campos tecnológicos para avanzar. 
La evolución de los sistemas de identificación de localización basados en la tecnología RFID se 
presenta de la siguiente forma. 
 1940 - 1950: En esta etapa de evolución se presenta la creación de radar y lo usaban para el 
control de los movimientos de los aviones en la segunda guerra mundial.  
 1950 - 1960: Primeras averiguaciones a la tecnología de RFID el funcionamiento y poniendo a 
primeros experimentos en laboratorios. 
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 1960 - 1970: Desarrollo de la teoría de RFID. Se comienzan a desarrollar aplicaciones a 
diversas áreas de trabajo. 
 1970 - 1980: Un gran disparo en el desarrollo de sistemas de RFID. Se aumenta la velocidad en 
el desarrollo de las pruebas de la tecnología. Aplicando  los primeros usos en empresas 
industriales innovadoras de sistemas de RFID. 
 1980 - 1990: Nacimiento de las primeras aplicaciones en el proceso comercial tecnológico. 
 1990 - 2000: Surgimiento de estándares internacionales. Amplio despliegue de tecnologías de 
RFID. El sistema RFID pasa a formar parte de la vida cotidiana. 
 2001 Invierte en estudios y desarrollos en RFID y desarrolla lectores de RFID de baja 
frecuencia operado con equipos para leer chips en llantas de Tráiler. 
 
2.1.2. Elementos de un sistema RFID  
 





Comprende la función de transmisor y contestador dispositivo utilizado en telecomunicaciones.   
 
El transponder está basado en varios componentes que ayudan a su funcionamiento. 
 
Una memoria no volátil donde se almacenan datos. 
 
Una memoria ROM donde se almacenan instrucciones básicas para el funcionamiento, como son 




También puede incorporar memoria RAM para almacenar datos durante la comunicación con el 
lector. 
La antena por la cual detecta el campo creado por el interrogador, y del que extrae energía para su 
comunicación con él. 
 
Restos de componentes electrónicos que procesan la señal de la antena y para el proceso de datos, 












El otro elemento principal de un sistema RFID es el lector o interrogador. 
 
Los lectores se componen de un circuito que envía energía de ondas electromagnéticas y son los 
encargados de enviar una señal de radiofrecuencia para detectar las posibles etiquetas en un 
determinado rango de acción.  
 
En aplicaciones el acceso de algunos lectores cuenta con una memoria en la que se puede actualizar 
la base de datos desde el host que contiene todos los códigos habilitados. 
Figura 2 Esquema de un transpondedor de RFID 
 24 
 
Sistemas con bobina simple, la misma bobina sirve para transmitir la energía y los datos. Son más 
simples y más baratos, pero tienen menos alcance. 
 
Sistemas interrogadores con dos bobinas, una para transmitir energía y otra para transmitir datos. 
Son más caros, pero consiguen mayores prestaciones. 
 
Los lectores son más complejos según el transponder, los componentes del interrogador tienen que 
ser capaces de acondicionar la señal, detectar y corregir errores. Además los lectores pueden 
trabajar a más de una frecuencia. 
 
Una vez que se ha recibido toda la información por parte del lector, se pueden emplear señales para 
no confundir la transmisión actual con una nueva, indicándole a la tarjeta que deje de transmitir.  
 
Se suele usar para validar diversos lugares en un espacio corto de tiempo. Otra señal usado por el 
lector, es ir llamando a los transponders por su número de identificación, indicándole de esta forma 










2.1.3. Principios básicos de funcionamiento de un sistema RFID.  




En el sistema RFID los principales elementos que interviene en una comunicación de 
radiofrecuencia  que operan en el circuito consta de 2: la etiqueta y los lectores. La etiqueta es la 
tecnología que está unida al objeto o producto al que se va a identificar. 
 
El lector es el que permite leer la etiqueta pegada en el objeto a identificar, logrando un cambio de 
información entre los dos elementos. 
 
Un sistema RFID se basa en una comunicación bidireccional entre la etiqueta y el lector esta 
comunicación se la realiza por medio de ondas de radiofrecuencia. 
 
Esta tecnología de RFID se puede también conocer como una conexión inalámbrica en la cual se 
podrá identificar un objeto único mediante la comunicación de la tarjeta y el lector; toda esta 
información de objeto va almacenada a una base de datos. 
 
El uso de este sistema es una tecnología muy avanzada ya que permite realizar una lectura de 
varios objetos simultáneamente, productos, vehículos o personas el chip guarda un número de 
identificación para cada producto sin necesidad de repetirse, el funcionamiento de esta tecnología 
es muy sencillo o fácil de manejarlo. 
La transmisión de información entre el lector y la etiqueta varía de acuerdo a la frecuencia, hay que 
tener en cuenta que la comunicación se puede realizar en zonas industriales con materiales lo que 
unido a ciertas características como el ruido, interferencia la comunicación por radio complica la 





Figura 4 Métodos de propagación de la información en la tecnología RFID 
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Los diferentes métodos de propagación de la información son usadas en frecuencias diferentes. El 
acoplamiento inductivo trabaja a frecuencias bajas y el de ondas a frecuencias más elevadas para el 
intercambio de información y por ultimo una propagación menor a 1cm que trabaja solamente a 
30MHz como son los lectores de barra. 
 
Para tener en cuenta para la creación de sistemas RFID se necesitan de factores como contener el 
rango de alcance para poder mantener la comunicación, así como también  tener en cuenta la 
capacidad que almacenamiento de información, el tamaño de la etiqueta que va a estar unida al 
objeto, la velocidad del lector que va a poder leer varias etiquetas a la vez, y la potencia de la 
etiqueta que va a dar la información al lector. 
 
2.1.4. Componentes.  
 
La tecnología RFID para su funcionamiento consta de los siguientes elementos como: 
 
La etiqueta RFID: que está compuesta por una antena y por un chip, el propósito de  esta antena es 
que debe acoplar al chip, el cual tiene la capacidad de transmitir toda la información de 
identificación de la etiqueta. 
 
Este chip contiene una memoria interna con una capacidad de almacenamiento según el modelo y 
varia de una docena a millares de bytes. 
 




Solo lectura: el código que contiene es único y es adaptado durante la fabricación de la etiqueta de 
identificación. 
Lectura y escritura: es todo lo contrario esta puede ser modificada por medio del lector. 
 
Anticolisión. Etiquetas especiales que permite un lector identificar varias etiquetas a la vez pero 
siempre y cuando estas estén en una zona de lectura del lector. 
 
Lector de RFID: el lector está compuesta por una antena, un transceptor, y un decodificador. En la 
que el lector envía periódicamente señales para verificar si un su perímetro se encuentra una 
etiqueta. En cuanto una etiqueta es localizada este lector extrae toda la información de la etiqueta y 
es pasada al subsistema de procedimiento de datos en la que se guardara en la base de datos. 
 
 
Subsistema RFID: este subsistema está encargado de proporcionar los medios de procedimientos y 




2.1.5. Rangos de frecuencia  
Los sistemas RFID se pueden clasificar según la frecuencia de radio que usan. Cada frecuencia 
tiene su lugar de aplicación, si bien hay aplicaciones que pueden ser desarrolladas por sistemas de 
diferente frecuencia. 
 
Una de las características principales de los sistemas de identificación RFID es la frecuencia de 
servicio. Como frecuencia de servicio se denomina la frecuencia con la que emite la fusión de 
escritura/lectura. Básicamente, las distintas frecuencias de emisión se ordenan en los siguientes 
rangos: 
 
Frecuencia Baja (9 - 125 kHz): La principal ventaja de esta frecuencia es su aceptación en todo el 
mundo, funciona cerca de los metales y está ampliamente publicado. La distancia de lectura es 
inferior a 1,5 metros, por lo que las aplicaciones más habituales son la identificación de animales, 
barriles de cerveza, auto o bibliotecas. 
 
Frecuencia Alta (13,56 MHz): esta frecuencia también está muy utilizada, pero a diferencia de la 
frecuencia baja, la alta no funciona cerca de los metales. Normalmente se utiliza en aplicaciones 
tales como la identificación de los productos, movimientos de equipajes de avión o acceso a 
edificios. 
 
Frecuencia Ultra-alta (433 MHz y 860-960 MHz): Permite identificar un gran número de etiquetas 
en el campo de lectura del mismo y a una gran distancia. Utilizadas especialmente en fabricadas, 
centros comerciales para el seguimiento de abastecimiento e incluso para el monitoreo de sistema 
de inventario. 
Frecuencia de Microondas (2,45 GHz y 5,8 GHz): Ofrecen largas distancias de lectura y altas 
velocidades de transmisión. Se operan en el rango de las microondas son muy usados para 





2.1.6. Estándares  
Los estándares permiten disponer de soluciones interoperables, que permiten una arquitectura 
abierta que puede ser implementada por diferentes fabricantes o integradores.  
 
Como en todas las tecnologías, ha habido y hay todavía bastante confusión en torno a que 
estándares existen. Si existen varios, cuales hay, si son interoperables, cuál será el ganador, etc. que 
provocan que no se implementen este tipo de tecnologías por el miedo de las empresas. 
 
Por ejemplo, el caso del código de barras, universalmente aceptado y entendido como un estándar. 
Pero esto no es toda la verdad, hay más de 200 estándares diferentes en los códigos de barras. Lo 
mismo sucede con RFID, pero en este caso hay un movimiento global hacia el mismo estándar que 
facilita su implantación. 
 
ESTÁNDARES DE LA ISO 
 
18000–1. Parámetros genéricos de interfaz aérea para frecuencias aceptadas globalmente.- Esta 
norma limita su alcance a las transacciones y los intercambios de datos a través de la interfaz de 
aire en el punto de referencia.  
18000–2. Parámetros de interfaz aérea de comunicación de radiofrecuencia es 135 KHz 
18000–3. Parámetros de interfaz aérea de comunicación de radiofrecuencia es 13.56 MHz 
18000–4. Parámetros de interfaz de comunicación de radiofrecuencia es 2.45 GHz 
18000–5. Parámetros de interfaz de comunicación de radiofrecuencia es 5.8 GHz 
 
2.2. Diferentes sistemas de identificación  
 
Existen diversos sistemas de identificación automática. Dentro de esta familia se encuentran 
sistemas como el código de barras, tarjetas inteligentes, RFID o en otro ámbito los sistemas 
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reconocedores de voz o de huellas dactilares. Se puede observar el esquema de los diferentes 
sistemas en la siguiente figura. 
 
 
Figura 5 Esquemas de los sistemas más importantes de auto-identificación. 
 
 Códigos de barras 
 
Es el sistema de identificación de información más utilizado en los supermercados. El código de 
barras es un código binario comprendido por una serie de barras y espacios configurados 
paralelamente. El diseño de estos campos representa unos datos relacionados con un elemento. La 
secuencia puede ser interpretada de forma numérica o alfanumérica. Esta secuencia es leída por un 
scanner óptico láser, que se basa en la diferente reflexión que sufre la luz del láser en las barras 
negras o en los espacios en blanco.  
 




Los códigos de barras se imprimen en los envases, embalajes o etiquetas de los productos. Entre 
sus requisitos básicos se encuentran la visibilidad y fácil legibilidad por lo que es imprescindible un 
adecuado contraste de colores. En este sentido, el negro sobre fondo blanco es el más habitual 
encontrando también azul sobre blanco o negro sobre marrón en las cajas de cartón ondulado. El 
código de barras lo imprimen los fabricantes (o, más habitualmente, los fabricantes de envases y 





Son sistemas que identifican personas por comparación de unas características individuales y 
comparándola con una característica física que es individual y que no admite equivocación. 
Podemos hablar de sistemas identificadores por huella dactilar, identificación por voz y en menor 
número identificador por retina. 
 
 Tarjetas inteligentes (Smart Cards) 
Es un sistema de almacenamiento electrónico de datos, con una adicional capacidad para procesar 
dichos datos. Por conveniencia está instalado dentro de una tarjeta de plástico del tamaño de una 
tarjeta de crédito. El contacto con el lector proporciona la alimentación y un pulso de reloj. La 
transferencia de datos entre el lector y la tarjeta suele usar una interfaz serie bidireccional. Una de 
las principales ventajas de las tarjetas inteligentes es la facilidad de almacenaje de información, así 
como la protección que posee de posibles accesos indeseados. Son seguras y baratas. 
 
Su desventaja es la vulnerabilidad a contactos con ropa, corrosión y suciedad. 
 
Los lectores que son usados frecuentemente son muy caros de mantener debido a su mal 
funcionamiento. 
 
Las tarjetas con microprocesadores, tienen éstos conectados a segmentos de memoria (ROM, RAM 
y EEPROM). Los que tienen ROM incorporan un sistema operativo para el microprocesador 
 32 
 
insertado durante su fabricación. No puede ser modificado posteriormente. La RAM, zona donde el 
microprocesador trabaja con la memoria temporalmente, los datos almacenados son borrados 
cuando se desconecta la alimentación. La EEPROM contiene datos de la aplicación y de los 
programas que gestionan la aplicación. Se modifican mientras se opera con ella. Son tarjetas muy 
flexibles, que pueden realizar más de una aplicación. 
 
 
2.3. Criterios diferenciales de los sistemas RFID  
 
Actualmente el uso de los sistemas de RFID es muy grande, y ha tenido una evolución importante 
en estos últimos años. Están plenamente integrados en aplicaciones de identificación, y cada vez 
aparecen más aplicaciones para esta tecnología.  
 
Desarrolladores de sistemas RFID han conseguido que la tecnología necesaria para optimizar estos 
sistemas a campos como el procesamiento de tickets, la identificación animal, automatización 
industrial o el control de acceso estén disponibles en el mercado. Uno de las principales 
complicaciones es la inexistencia de unos estándares para estos sistemas RFID. 
 
A la hora de seleccionar un sistema de RFID es indispensable tener en cuenta la frecuencia a la que 
trabaja el sistema, el rango de alcance, y la capacidad de memoria. 
 
 Frecuencia de operación 
Actualmente hay diferentes sistemas de RFID operando en distintas frecuencias, cada una de ellas 








Operan normalmente en 125KHz. Su velocidad de comunicación es baja, su rango máximo de 
lectura es de aproximadamente 50cm. La utilización más frecuente es en garajes o tarjetas para 
control de acceso.  
 
Alta Frecuencia (HF) 
 
Operan normalmente en 13.56MHz. Su velocidad de comunicación es aceptable para sistemas 
estáticos o de baja velocidad, su rango máximo de lectura es de aproximadamente 1 metro. La 
utilización más frecuente es en librerías y en sistemas hospitalarios. 
 
Ultra Alta Frecuencia (UHF) 
 
Operan normalmente entre 868 y 928 MHz. Su velocidad de comunicación es 1200 por segundo, su 
rango máximo de lectura es de hasta 9 metros. El principal inconveniente es la interferencia 
provocada por metales y líquidos. 
 
La utilización más frecuente es en la cadena de suministro, identificación de pallets, equipajes. 
 Rango de alcance 
El rango de alcance necesario para una aplicación determinada viene dado por tres factores: 
 La posible posición del transponder. 
 La distancia mínima entre muchos transponders en la zona de operación. 




La velocidad de los transponders con respecto al lector, junto con la máxima distancia de 
lectura/escritura, determina la duración del tiempo que tiene que estar en la zona de interrogación 
del lector para poder transmitir toda su información. 
 
 Capacidad de memoria 
 
La cantidad de información que puede almacenar el chip del transponder y el precio, es otra 
variable que se debe manejar a la hora de diseñar un sistema de RFID para una aplicación 
determinada. Se necesita saber cuánta cantidad de información usa el sistema, que datos maneja. 
 
Principalmente los transponders con sistemas de memoria de solo lectura se usan para aplicaciones 
de bajo coste con necesidades de información baja.  
Si lo que se necesita es que la información se pueda escribir, no sólo leer del transponder, son 
necesarios transponders con memoria EEPROM o RAM. La memoria EEPROM se usa 
principalmente en los sistemas de acoplamiento inductivo, dispone de capacidades de memoria 
entre los 16 bytes a los 8 Kbytes. Las memorias RAM disponen de baterías, son usadas en sistemas 
de microondas, con una memoria que oscila alrededor de los 256 bytes y 64 Kbytes. 
 
2.4. Clasificación de los sistemas RFID  
 
Los sistemas RFID se clasifican dependiendo del rango de frecuencias que usan. Existen cuatro 
tipos de sistemas: de frecuencia baja (entre 125 ó 134,2 kilohercios); de alta frecuencia (13,56 
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megahercios); UHF o de frecuencia ultraelevada (868 a 956 megahercios); y de microondas (2,45 
gigahercios). Los sistemas UHF no pueden ser utilizados en todo el mundo porque no existe una 
única regulación global para su uso. 
 
Hay diversos tipos de sistemas RFID. Una posible clasificación sería: 
 
Por fuente de energía 
 
 Pasivos. Los tags obtienen su energía a partir del campo de RF generado por el lector 
 Activos. Los tags incorporan una batería de la que se alimenta 
 Semi-activos. Los tags permanecen en modo pasivo hasta que son activados por el lector, 
pasando entonces a modo activo 
Por rango de frecuencia 
 LF. Frecuencias en torno a los 125KHz. Ejemplo: identificación animal 
 HF. Fundamentalmente 13.56MHz. Ejemplo: pasaportes 
 UHF. Alrededor de 900MHz (según zonas geográficas). Ejemplo: ePc 
 
Por distancia de lectura 
 
 Proximidad. pocos centímetros 
 Vecindad. Del orden de un metro 
 Largo alcance. Por encima de esta distancia 
 
Por características especiales del chip 
 
 Solo lectura  
 Lectura / escritura 
 




 Sistemas de seguridad 
 Sensores 
 
2.5. Aplicaciones de los sistemas RFID  
 
Las etiquetas RFID se ven como una alternativa que se pueda reemplazar a los códigos de barra ya 
que consta con grandes ventajas al momento de ponerlo a prueba. 
 
Hay un gran sin números de lugares en que se aplica esta tecnología que han ido haciendo un hueco 
en el mercado. Muchos son los sectores que se han visto beneficiados con el incurso de nuevos 
sistemas de identificación basados en la tecnología RFID, como los transportes, control e acceso, 
identificadores de animales, medicina.  
 
Con RFID es posible permitir que una persona con discapacidad se beneficie de esta tecnología y 
así poder cambiar la vida para mejor. Los beneficios de la RFID también son muy importantes para 
los ancianos que tienen lesiones menores o mayores. 
 
Por desgracia, los logros obtenidos utilizando la tecnología RFID en el campo de la medicina no se 
ha puesto de relieve en los medios de comunicación y por lo tanto no todo el mundo es consciente 
de las ventajas.  
 
En los supermercados se están poniendo en marcha la implantación del sistema RFID ya que 
permitirá una absoluta solución en la identificación de productos así como también el proceso de 
almacenamiento  de los datos del producto en una base de datos. 
 
Se sigue con la idea de implantarlo en los pasaportes para aumentar la eficiencia de cuantos 
pasajeros contienen su pasaporte en regla y esto se lleva a una amenaza ya que se perderá la 




Una de las buenas ideas de esta tecnología es su implementación en los peajes ya que debe haber 
un control muy amplio de los vehículos que entran y salen de la ciudad esto facilitara de gran ayuda 
a la persona que se encarga de esta aplicación. 
 
En proporción al control de suministro de combustible seria de gran servicio ya que no se podrán 
hurtar el combustible y no habría pérdidas económicas ya que afectara tanto a la empresa de 
suministro  como al país  
 
La aplicación instalada en los humanos no se podrá tomar como una buena idea porque al parecer 
las personas no permitirán que se estén introduciendo en su espacio de privacidad ya que conlleva a 
que las personas estén en vista de hurtos e incluso de secuestros por parte de un seguimiento. 
 
En el proceso de instalarlo  en carnet de conducir ya está con la idea de que esto ayudara a los 
policías y otros oficiales a que realicen comprobaciones más rápidas. 
 
 
2.6. Principales sistemas de RFID según su frecuencia  
 
Como ya hemos visto los sistemas de RFID tienen como uno de sus criterios diferenciales más 
importantes la frecuencia a la que operan. Por este motivo, es útil hacer una nueva comparación 
entre los sistemas RFID según su frecuencia, en ella nos centramos en los sistemas más usuales 
como son 
 
Sistemas RFID a 13.56MHz. 
Sistemas RFID en la banda UHF: de 400 a 1000MHz. 
Sistemas RFID a 2450 MHz. 
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2.6.1 Sistemas a 13,56 MHz  
 
Principios de Operación 
 
Los sistemas RFID que funcionan a 13.56MHz son pasivos, lo cual no necesidad del uso de 
baterías. Esto tiene ventajas en cuanto al coste, tiempo de vida de las etiquetas y entorno en que se 
pueden emplear estos sistemas. Este es el mismo principio que usan los transformadores. 
 
A diferencia de otros sistemas de RFID que trabajan a frecuencias más altas (por ejemplo dentro de 
la banda UHF o microondas), los sistemas a 13.56MHz (e incluso los que trabajan a <135KHz) 
tienen la zona de operación en el campo creado junto a la antena del lector, lo que permite alcanzar 
unas distancias muy cortas de comunicación. 
 
A diferencia que en los sistemas de RFID que usan frecuencias dentro del rango de UHF o 
microondas, la radiación emitida a 13.56MHz no es absorbida por el agua ni la piel humana, lo que 
permite que las ondas se propaguen con mayor facilidad puesto que la influencia del agua o las 




En la actualidad las etiquetas a 13.56MHz están disponibles en muchas formas y con diferentes 
funcionalidades. Por supuesto esto ha sido muy influenciado por las aplicaciones y sus 
requerimientos.  
 
El hecho de que unas pocas vueltas de la antena de la etiqueta (habitualmente menos de 10) sean 
suficientes para lograr una etiqueta con un buen funcionamiento es uno de los beneficios 







Tamaño de la memoria: típicamente desde 64 bits (en dispositivos simples de identificación) hasta 
varios kilobytes (empleados en tarjetas inteligentes). 
 
Tipo de memoria: programadas de fábrica, de sólo lectura (típicamente en identificación y pequeña 
memoria), sólo programables una vez y de lectura/escritura (permitiendo la modificación de datos). 
 
Seguridad: básicamente todos los niveles de seguridad se pueden alcanzar. 
 
En el caso, por ejemplo, de aplicaciones en las que haya una transferencia de dinero se requieren 
los niveles más altos de seguridad. 
 
 
2.6.2 Sistemas en la banda UHF: 400 a 1000 MHz  
 
Principios de Operación 
 
Los sistemas RFID que operan con una frecuencia de UHF para la comunicación y alimentación de 
las etiquetas emplean la extensión usual de una onda electromagnética estos no son alimentados por 
batería.  
 
Este funcionamiento se diferencia de los sistemas a bajas frecuencias que usan el estimulo 
electromagnético, más similar a los transformadores. 
 




Las etiquetas colocadas dentro del campo recogen parte de la energía de la onda emitida.  
 
La cantidad de energía disponible en un punto está relacionada con la distancia que hay desde el 
punto emisor y decrece con la segunda potencia de la misma. 
 
Figura 7 Propagación de una onda electromagnética. E y H son perpendiculares y están en fase la una con la 
otra. 
 
La densidad de potencia que reciben las etiquetas no depende directamente de la frecuencia, sino 
que depende del tamaño de la antena.  
 
De todos modos, el tamaño de la antena sí que depende de la frecuencia, por lo que podemos 
afirmar que, indirectamente, la densidad de potencia recibida por las etiquetas, sí que depende de la 
frecuencia. 
 




La cantidad de energía recibida es función de la apertura de la antena receptora, lo que en términos 
simples es lo mismo que decir que depende de la longitud de onda de la señal recibida.  
 
Rango de lectura 
 
El rango de lectura del RF depende de la potencia de transmisión y, en el caso de las tarjetas 
pasivas, también los requerimientos de energía de los mismos.  
 
El rango efectivo de lectura depende también del factor de absorción del material al cual va unido 
la tarjeta. 
 
El tamaño de la tarjeta también juega un papel importante en el rango de lectura. 
 
Cuanto menor es la tarjeta, menor es el área de captura de energía, por lo que menor es el rango de 
lectura. 
 
2.6.3 Sistemas a 2,45 GHz  
 
Principios de operación 
 
El principio básico de operación a 2450MHz consiste en la transmisión de datos y energía usando 
la propagación de señales de radio. Una antena en el interrogador genera una onda 
electromagnética que es recibida en la antena la tarjeta.  
 




La transmisión de datos desde el lector hacia una tarjeta se lleva a cabo cambiando algún parámetro 
de la onda transmitida (amplitud, fase o frecuencia). 
 
Figura 9 Principio básico de los sistemas RFID que trabajan con microondas. 
 
A diferencia de los sistemas RFID inductivos (13.56MHz y <135KHz), los sistemas de UHF y 
microondas operan en el “campo lejano” de la antena de transmisión del interrogador.  
Las distancias alcanzables para las tarjetas pasivas están entre los 0.5 y los 12m y más allá de los 
30m para las tarjetas activas, dependiendo de la frecuencia de microondas, las regulaciones del país 
o región donde trabaja y las características de la antena.  
Etiquetas típicas 
 
En la actualidad las tarjetas de 2450MHz son utilizable en muy diferentes formatos en cuanto a 
forma y funcionalidad.  
 
A diferencia de los sistemas RFID inductivos, los cuales requieren bastante área, las tarjetas de 
UHF y los de microondas pueden ser muy pequeños requiriendo sólo una determinada longitud en 
una sola dimensión.  









Es posible conseguir fina plancha semiconductora con una gran capacidad del orden de Kb, pero el 
coste se incrementa de acuerdo con ello.  
 
Las memorias típicas suelen estar entre los 64 bits (aplicaciones simples para identificación) y 
algunos Kb (empleadas en aplicaciones estrategicas con gran cantidad de datos). 
 
En cuanto a la seguridad, se pueden conseguir todos los niveles de seguridad deseados (desde 




2.7. Principios físicos de los sistemas RFID  
 
En la emisión electromagnética, la propagación de la energía se realiza en forma de onda, su 
naturaleza puede ser alterada en frecuencia y amplitud. La frecuencia, número de etapas completas 
que hace la señal por segundo, se mide en Hertz, distancia transcurrida en volver la señal a la 







En la comunicación vía radio se transmite información y energía. A veces hay repetidores entre los 
dos dispositivos con el objetivo de incrementar su cobertura. 
Figura 10 Longitud de onda en una onda electromagnética. 
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Para enviar datos mediante una comunicación de radio se debe realizar un tono, que no es más que 
el método como se envían. Este tono depende la interfaz aérea, es decir, las normas y lenguajes que 
deben seguir tanto el lector como el receptor para entenderse. 
Los campos electromagnéticos son usados por los sistemas que operan a frecuencias por encima de 
los 30 MHz.  
 
Tipos de comunicaciones 
Hay dos tipos de mecanismos para las comunicaciones electromagnéticas (EM), es decir vía radio. 
Se tiene que pensar en electromagnéticas y en magnéticas, dependiendo de la distancia de la 
comunicación y de la frecuencia utilizada. 
 
Far-Field (Campo lejano): Está basado en los campos electromagnéticos. En comunicaciones de 
largas distancias o altas frecuencias como el caso de la UHF. Es sensible al entorno como los 
elementos líquidos o metálicos. 
 
Near-Field (Campo próximo): Está basado en los campos magnéticos. En comunicaciones de 
cortas distancias y bajas frecuencias como el caso de la HF. 
El factor antena 
La antena de la etiqueta es de igual importancia tanto en la recepción como en la emisión de las 
señales de información.  
 
Su forma y tamaño varía según estamos en campo lejano (UHF) o próximo (LF y HF), pero es en el 
lejano donde el tamaño de la antena es importante, debido a la obligación de que su tamaño sea la 
mitad de la longitud de onda.  
 












Esta característica es muy importante para visualizar o calcular la cobertura que tenemos (zonas 
que podemos leer). 
Normalmente pueden ser antenas directivas, que envían y reciben la señal a una zona determinada, 








En el caso de disponer de más de una antena en comunicaciones de largas distancias se solapan sus 
coberturas individuales para incrementar la capacidad.  
 
Los lectores pueden tener conectadas más de una antena para incrementar la cobertura, en estos 
casos el lector debe tener un multiplexador para conmutar entre las distintas antenas, solo una 
puede ser utilizada al mismo tiempo. 
 
También pueden tener las antenas situadas frente a frente para incrementar la cobertura y eliminar 








Figura 11 Antena 
omnidireccional Figura 12 Antena directiva 
Figura 13 Ejemplo de 
incremento de la cobertura 
mediante un lector con dos 
antenas. 
Figura 14 Antenas 
conectadas a un lector para 






La polarización de una onda electromagnética se determina por la dirección del campo eléctrico de 
la onda. 








             .                               . 
Polarización lineal 
 
Las líneas de campo eléctrico se desplazan en paralelo o perpendicular a la superficie terrestre.  
La transmisión de energía entre dos antenas linealmente polarizadas es máximo cuando las dos 
antenas están polarizas en la misma dirección, y mínima cuando forman un ángulo de 90º o 270º.  
 
Polarización circular 
En la polarización circular, dos antenas son unidas en forma de cruz. De esta forma el campo 
electromagnético generado rota 360º cada vez que se mueve el frente de onda una longitud de onda.  
 
Se diferencia por el sentido de giro del frente de onda izquierdas o derecha.  
En los sistemas RFID no se puede conocer cuál será la orientación entre la antena de la tarjeta y la 
del lector. Este problema se soluciona por el uso de la polarización circular del lector de la antena. 
 
 
Figura 16 Polarización 
Lineal 





Tipos de materiales 
 
Un objeto puede exhibir un amplio rango de comportamiento en relación a la radiofrecuencia puede 




Los materiales líquidos como el agua, el jabón, soluciones salinas o medicamentos provocan 
filtración en el RF.  
 
Estos absorben las ondas radio y reducen la energía que la etiqueta necesita.  
 
El resultado es un decrecimiento de la fuerza de la señal original debido a la absorción o disolución 
de la energía, que provocan que a la etiqueta no le llegue energía, o no la suficiente energía, para 
poder enviar la información que contiene al lector.  
 
Hay que tener en cuenta que el lector puede emitir mayor energía que la etiqueta, por lo que a veces 
el lector alcanzará la etiqueta pero esta no podrá alcanzar al lector.  
 
La etiqueta depende de la energía que absorba de la señal enviada por el lector.  
 
También debe quedar claro, que no todos los líquidos se comportan igual, como lo es el agua tiene 






Los materiales metálicos provocan atención.  
 
La etiqueta no puede absorber la suficiente energía, que proviene del lector, porqué el material 
metálico desintoniza la antena de la etiqueta, modificando su frecuencia de resonancia. 
 
Estos objetos son difíciles de etiquetar, pero existen etiquetas situadas directamente en el metal que 
pueden trabajar si tiene una muy buena y especial sintonización.  
 
Es posible utilizar objetos metálicos como limitadores de RF o como parte de la antena. 
 
Una combinación de material metálico y líquido puede provocar que el objeto etiquetado absorba, 
refleje o proyecte las ondas RF en caminos diferentes. 
 




El campo magnético es el resultado sobre una zona del espacio, producido por una corriente 




Para encontrar la fuerza magnética la encontraremos con la siguiente fórmula: 
F = qv * B 
 
Donde (F) va a ser la fuerza magnética, (q) va a ser la carga eléctrica  puntual del valor que se 
desplaza por la (v) velocidad proporcional por el campo (B). 
 
El campo magnético existen dos fuentes que la originan una de ellas es la corriente eléctrica de 
conducción que da lugar a un campo magnético estático y la corriente de desplazamiento origina un 
campo de cambio en el tiempo incluso aunque ella sea estacionaria. 
Sabemos que los cuerpos electrizados interactúan atrayéndose o repeliéndose estando separados 
 
La interacción de cuerpos electrizados se da sin la participación de un intermediario, por ello la 
denominaron acción a distancia.  
 
La interacción de los cuerpos electrizados se tiene que llevar a cabo por un intermediario, por ello 
la interacción de los cuerpos electrizados fue denominada acción próxima  
 
El campo eléctrico es una forma de existencia de la materia asociado a todo cuerpo electrizado y es 
el responsable de las interacciones eléctricas. (Tener en cuenta que a todo cuerpo electrizado en 
reposo se le asocia un campo eléctrico denominado campo electrostático). 
 
Es la zona donde tiene influencia las propiedades de los imanes, es decir atraer a los cuerpos 
paramagnéticos que se pueden traer por los imanes como el fierro, el magnesio o el cobre.  
 
Esta zona de influencia depende de la intensidad con que cuente dicho imán, esto es, de la cantidad 




El campo eléctrico se forma cuando cualquier cuerpo se carga eléctricamente, ya sea de forma 
negativa (ganando electrones) o positiva (perdiendo electrones), dicho campo eléctrico se forma 
alrededor del cuerpo, y se percibe fácilmente cuando se juntan dos cuerpos con cargas iguales, por 
que estos se repelen, en cambio con cargas diferentes se atraen. 
 
 
2.7.2 Ondas Electromagnéticas 
 
Una onda electromagnética es la forma de propagación de la radiación electromagnética a través 
del espacio.  
 
Y están relacionados con la solución en forma de onda. A diferencia de las ondas mecánicas, las 
ondas electromagnéticas no necesitan de un medio material para propagarse; es decir, pueden 
desplazarse por el vacío. 
 
Las ondas luminosas son ondas electromagnéticas cuya frecuencia está dentro del rango de la luz 
visible.  
 




Figura 17 Creación de una onda electromagnética en un dipolo. El campo magnético forma un anillo 
alrededor de la antena. 
 
El área desde la antena hasta el punto donde se forma la onda se conoce como “near field” de la 
antena, y el área a partir del punto donde se forma completamente la onda electromagnética se 
conoce como “far field”. 
 
Esto permite que el alcance de los sistemas por ondas electromagnéticas sea mayor que el 
producido por acoplamiento inductivo o capacitivo, que suelen representar su rango límite al 
principio del “far field”. 
 
Las radiaciones gamma, rayos x, rayos UVA son efectos que estas ondas provocan en las personas 
y son conocidos, pero los de las ondas de radio y televisión no.  
 
Algunos estudios indican que estas ondas pueden ser una seria amenaza para la salud, pudiendo 
provocar efectos adversos sobre el hombre tal y como el desarrollo de tumores, debilitación del 




Sin embargo no hay un consenso científico ni explicación clara sobre los efectos de estas ondas 
sobre las personas. 
 
Las ondas electromagnéticas son importantes ya que es una forma de transportar energía por el aire.  
 
No tiene barreras.  
 
Podemos emitir una señal desde un receptor (el punto donde se genera la onda) y recibirla en un 
receptor (el punto donde cogemos la onda).  
Esta onda puede contener información, que primero, esta información se deberá convertir en una 
señal en forma de onda electromagnética, y una vez recibida por el receptor, descodificarla y 
recibir la misma información que se envió.  
 
2.8. Códigos y Modulaciones  
 
Un sistema de comunicación digital. Similarmente, la transferencia de datos entre el lector y la 
etiqueta en un sistema RFID para esto se requiere de 3 bloques básicos de funcionamiento del 




Desde el lector hacia la tarjeta (dirección de la transferencia de datos) son: 
 
En el lector (Transmitter): Se encuentra la codificación de señal (signal processing) y el 
modulador (carrier circuit). 
El medio de transmisión (channel). 
En la etiqueta (Receiver): Se encuentra el demodulador (carrier circuit) y el decodificador de 
canal (signal processing). 
 
Figura 18 Bloques de funcionamiento de un sistema RFID. 
 
Un sistema codificador de señal toma el mensaje a transmitir y su representación en forma de señal 
y la adecua óptimamente a las características del canal de transmisión. 
 
Este proceso implica proveer al mensaje con un grado de protección contra interferencias o 






2.8.1 Codificación en banda base  
 
Los signos binarios “1” y “0” pueden ser representados por varios códigos lineales. Los sistemas de 
RFID suelen usar una de las siguientes codificaciones: NRZ, Manchester, Unipolar RZ, DBP, 
Miller o Codificación Pulso-Pausa (PPC). 
Código NRZ (No Return to Zero): 
 
La principal aplicación del código NRZ es la grabación magnética, pero son demasiado limitados 
para la transmisión de señales. 
El código NRZ (No Retorno a Zero) Un ‘1’ binario es representado por una señal ‘alta’ y un ‘0’ 
binario es representado por una señal ‘baja’.  
El código NRZ  es fácil de implementar, tiene un uso eficaz de banda ancha, tiene la propiedad que 
es inmune a los ruidos y a errores de cableados, con una capacidad fácil de sincronización y con 
una completa verificación en la detección de errores. 
 






Es un Método de codificación eléctrica de una señal binaria en la que cada tiempo de un bit hay 




En el código Manchester cada periodo de bit es separado en dos partes iguales, con un bit 1 la 
primera tensión es alta y la segunda tensión es baja, y con el bit 0 es todo lo contrario la primera 
tensión es baja y la segunda tensión es alta. 
 
Esta codificación de Manchester se usa en muchos estándares de telecomunicaciones como puede 
ser Ethernet que es una empresa que da servicio de internet. 
 
En la actualidad hay numerosas codificaciones que han logrado el mismo resultado pero 
consumiendo menor ancho de banda que la Manchester. 
 
La Codificación Manchester tiene una pequeña desventaja ya que utiliza el doble de ancho de 
banda que una transmisión asíncrona ya que se da la sincronización entre emisor y receptor en cada 




Código Unipolar RZ: 
 
Es un sistema de codificación utilizado en telecomunicación en el cual la señal que hace una 





La señal binaria se codifica usando modulación de pulsos rectangulares con un código retorno a 
cero. 
Estos códigos trabajan con impulsos estrechos de menor duración que el intervalo de bit.  
 
El código RZ está definido como la relación porcentual entre la duración de los impulsos y el 
tiempo de intervalo bit. 
 
Un ‘1’ binario es representado por una señal ‘alta’ durante la primera mitad del periodo de bit, 






Un ‘0’ binario es codificado por una transición, de cualquier tipo, en mitad del periodo de bit. Un 
‘1’ es codificado con una ausencia de transición. Además, el nivel de señal es invertido a inicio de 
cada periodo de bit, de modo que el pulso pueda ser más sencillamente reconstruido en el receptor 
si es necesario. 
Código Miller: 
 
El código Miller permite reducir considerablemente la aportación de las bajas frecuencias y asegura 
un número mínimo de transición de la señal en banda base como para recuperar la señal del reloj
1
. 
                                            
1
 Señal de reloj.- es en la electrónica digital una señal binaria, que sirve para coordinar las acciones de varios 




Un ‘1’ es representado por una transición de cualquier tipo en la mitad del período de bit, mientras 
que el ‘0’ binario es representado con la continuidad 40 del nivel de la señal hasta el próximo 
periodo de bit. Una secuencia de ceros crea una transición al principio de cada periodo de bit, de 




En la representación del codificación Pulso-Pausa (PPC) la vista de un ‘1’ binario es representado 
por una pausa de duración antes del próximo pulso; y la vista de un ‘0’ binario es representado por 
una pausa de duración 2 antes del próximo pulso.  
 
Este método de codificación es popular para la transmisión de datos del lector a la etiqueta en los 
sistemas de RFID que usan acoplamiento inductivo. 
Debido a la gran corta duración del pulso es posible asegurar una continua alimentación del 
transponder debido al campo magnético del lector mientras dura la transferencia de información.  
 
Posible transmisión de una señal usando PPC. 
 
Debe tenerse en cuenta varias importantes consideraciones cuando se selecciona un posible sistema 
de codificación para un sistema RFID. 
 
La consideración más importante es el espectro de la señal después de la modulación y lo 




Además, en el caso de las tarjetas pasivos (la alimentación de las etiquetas viene dada por el campo 
magnético que genera el lector), la fuente de alimentación (es decir, la señal que emite el lector) no 




2.8.2 Modulaciones digitales 
 
La tecnología clásica de radiofrecuencia está fuertemente implicada con los métodos analógicos de 
modulación. Podemos diferenciar entre modulación de amplitud (AM), modulación de frecuencia 
(FM) y modulación de fase (PM), siendo éstas las tres principales variables de una onda 
electromagnética. Todos los demás métodos de modulación son derivados de cualquiera de uno de 
estos tres tipos. 
 
Las modulaciones usadas en RFID son ASK (amplitude shift keying)( modulación por 
desplazamiento de amplitud), FSK (frequency shift keying) (modulación por desplazamiento de 
frecuencia) y PSK (phase shift keying) (modulación por desplazamiento de fase). 
 
 
2.8.3 ASK  
  
Es una modulación ASK (amplitude shift keying) ( modulación por desplazamiento de amplitud) 
de amplitud donde la señal moduladora (datos) es digital.  
 
Los dos valores binarios (0 y 1) se representan con dos amplitudes diferentes y es usual que una de 
las dos amplitudes sea cero; es decir uno de los dígitos binarios se representa mediante la presencia 
de la portadora a amplitud constante, y el otro dígito se representa mediante la ausencia de la señal 




La modulación en ASK no es otra cosa que una variante de la modulación en AM que se adapta 
perfectamente a las condiciones de los sistemas digitales, además de que les permite trabajar sobre 
una sola frecuencia de transmisión en vez de tener que lidiar con pulsos cuadrados que contienen 
componentes en todas las frecuencias del espectro.  
 
Su recuperación también resulta ser más sencilla, dado que sólo depende de sincronizar la 
frecuencia de las señales sinusoidales que sirven de portadoras y regeneradoras dependiendo si se 
hallan en el modulador o el demodulador.  
 
El ASK por sí sólo, a pesar de todas estas consideraciones, no es uno de los métodos más utilizados 
debido a que para cada frecuencia es necesario realizar un circuito independiente, además de que 
sólo puede transmitirse un solo bit al mismo tiempo en una determinada frecuencia. Otro de los 
inconvenientes es que los múltiplos de una frecuencia fundamental son inutilizables y que este tipo 
de sistemas son susceptibles al ruido. 
 
 
2.8.4 FSK  
 
FSK (frequency shift keying) (modulación por desplazamiento de frecuencia) En la modulación la 





Generación de una 2FSK variando entre dos frecuencias f1 y f2 en tiempo, con una señal binaria. 
 
La frecuencia portadora es la media aritmética de las dos frecuencias características f1 y f2. La 
diferencia entre la frecuencia de la portadora y las frecuencias características es conocida como la 
desviación de frecuencia ΔfCR: 
 
2.8.5 PSK  
 
PSK (phase shift keying) (modulación por desplazamiento de fase). Tipo de modulación de fase 
cuya señal modulante es un flujo de pulsos binarios que varía entre valores predeterminados.  
 
La modulación PSK es similar a la modulación en fase convencional, excepto que con PSK la señal 








Se denomina modulación de fase, a aquella en que el parámetro de la señal senoidal de la portadora 
que se va a variar, es la fase. La amplitud de la portadora permanece constante. Este tipo de 
modulación, es la más usada para modular señales digitales mediante el uso de Modem de datos. 
Existen dos alternativas 
 PSK convencional (La variación de la fase se refiere a la fase de la portadora sin modular)  
 
PSK diferencial (Las variaciones de la fase se refieren a la fase de la portadora del estrado 
inmediatamente anterior al considerado.  
 
En el sistema PSK convencional es necesario tener una portadora en el receptor para 
sincronización, o usar un código autosincronizante, por esta razón surge la necesidad de un sistema 
PSK diferencial.  
 
Es diferencial puesto que la información no está contenida en la fase absoluta, sino en las 
transiciones. La referencia de fase se toma del intervalo inmediato anterior, con lo que el detector 




2.8.6 Modulaciones que usan subportadora 
 
En los sistemas de RFID, las modulaciones que usan subportadora son básicamente usadas cuando 
se trabaja con acoplamiento inductivo, normalmente en las frecuencias 6.78MHz, 13.56MHz o 
27.125MHz en transferencias de información desde la etiqueta al lector. 
 
Para realizar la subportadora se puede elegir entre las tres modulación: ASK, FSK o PSK. 
 
Una vez que escogemos tenemos esta primera señal modulada (subportadora modulada), entonces 
se procede a una segunda modulación de la subportadora con la señal portadora (la que nos dará la 
frecuencia final a la que transmitiremos nuestra señal). 
 
El resultado de este proceso es una señal modulada con subportadora que transporta la información 
a una frecuencia ‘menor’, aunque la señal que lleva a la señal que contiene la información sí que va 
a una frecuencia mayor. 
 
Figura 19 Proceso detallado de una modulación múltiple, con una subportadora modulada en ASK. 
 
La ventaja de poder usar una modulación con subportadora sólo se aclara cuando consideramos el 
espectro de la señal generada.  
 





Si la modulación utilizada es en banda base, las bandas laterales caerán justamente al lado de la 
señal portadora en la frecuencia central. 
Si las etiquetas que utilizan acoplamiento y que tienen unas pérdidas muy elevadas, la diferencia 
entre la señal portadora del lector y las bandas laterales recibidas de la modulación varían en un 
rango de entre 80 y 90. 
 
 
2.9. Seguridad: encriptación de datos  
 
El RFID se está utilizando cada vez más en aplicaciones de seguridad como son los sistemas de 
acceso o para realizar pagos y tickets de caja.  
 
Por eso mismo el uso de los sistemas de identificación por radiofrecuencia necesita del uso de 
sistemas de seguridad para protegerlos de ataques. 
 
Los métodos de autenticación modernos funcionan como en la antigüedad: comprueban el 
conocimiento de un secreto para poder permitir una autenticación segura (por ejemplo conocer una 
clave criptográfica). 
 
Se deben implementar números para prevenir que la clave secreta sea descubierta.  
 
Los sistemas de seguridad del RFID deben tener un modo de defensa contra los siguientes ataques 
individuales: 
 
La lectura no autorizada de la portadora de la información para poder conseguir una réplica y/o 
modificar los datos que lleva. 
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Colocar una potadora de información extraña en la zona de influencia del interrogador con la 
intención de obtener un acceso no autorizado a un edificio o a una serie de servicios sin tener que 
pagarlos. 
 
Escuchar, sin ser advertido, en las comunicaciones radio y recolocar los datos imitando una 
portadora original (‘respuesta y fraude’). 
 
Al momento de selecciona un sistema de RFID para su posterior implementación, debe tenerse en 
cuenta las medidas de seguridad que necesitan adoptarse dependiendo de su posterior 
funcionalidad.  
 
Ya que si un sistema que pretende una finalidad de automatización industrial o de reconocimiento 
de herramientas quizás no necesite añadir un coste adicional por medidas de seguridad que sí 
necesitarán sistemas de alta seguridad como pueden ser los sistemas de pago o de control de acceso 
a edificios.  
 
 
2.9.1 Criptografía de clave secreta o simétrica  
 
El cifrado simétrico (también conocido como cifrado de clave privada o cifrado de clave secreta) 






La clave privada consiste en aplicar una operación (un numero) a los datos que se desea cifrar 
utilizando la clave privada para hacerlos ininteligibles. El número más simple (como un OR 
exclusivo) puede lograr que un sistema prácticamente a prueba de falsificaciones (asumiendo que 
la seguridad absoluta no existe).  
 
Se demostró que, para tener una seguridad completa, los sistemas de clave privada debían usar 
claves que tengan, como mínimo, la misma longitud del mensaje cifrado.  
 
Además, el cifrado simétrico requiere que se utilice un canal seguro para intercambiar la clave y 
esto disminuye en gran medida la utilidad de este tipo de sistema de cifrado.  
 
La mayor desventaja de un criptosistema de clave secreta está relacionada con el intercambio de las 
claves.  
 
El cifrado simétrico se basa en el intercambio de un secreto (las claves). Surge, entonces, el 
problema de la distribución de las claves. 
 
 
2.9.2 Algoritmo DES  
 
DES (Data Encryption Standard, Estándar de Cifrado de Datos) un numero utilizado para proteger 
los datos usando claves de cifrado privadas. DES-CBC es el modo de cifrado por bloques el modo 
DES, una forma más fuerte de cifrado, que aplica una operación OR exclusiva a cada bloque de 
datos con el bloque anterior y después cifra los datos usando la clave de cifrado de DES es la forma 
más fuerte de cifrado donde cada bloque de datos se cifra tres veces con diversas claves.  
 
 




El DES se trabaja alternativamente sobre las dos mitades del bloque a cifrar.  
 
En primer lugar se hace una permutación. Después se divide el bloque en dos mitades, a 
continuación se realiza una operación modular que se repite 16 veces. 
 
Para descifrar el DES basta con repetir la operación modular, es decir, su aplicación repetida dos 
veces conduce a los datos originales. 
 
2.9.3 IDEA  
 
En este IDEA, tanto los datos en claro como los cifrados están compuestos por bloques de 64 bits, 
mientras que la clave consta de 128 bits.  
 
Se basa en el concepto de mezclar operaciones aritméticas de grupos algebraicos diferentes 
(introduce confusión y difusión en el mensaje).  
 
Se realizan ocho vueltas de codificar identidades seguidas de una transformación de salida.  
Es decir, como el DES, pero las vueltas son más complejas.  
 
En cada vuelta de la codificación, el bloque de datos de entrada es dividido en cuatro sub-bloques 
de 16 bits.  
 
Este algoritmo es muy seguro porque: 
 
Claves 2128 no se pueden computar actualmente. 
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No se le puede aplicar criptoanálisis diferencial a partir de la cuarta vuelta, y este tiene ocho. 




2.9.4 Criptografía de clave pública o asimétrica  
 
El método de criptografía está compuesto por dos claves las mismas que pertenecen a una misma 
persona, una clave pública y una privada las dos son utilizadas para enviar mensaje. La clave 
pública se la puede entregar a otras personas, pero la clave privada no debe de mostrársela a nadie 
ya que en ella nadie tiene que tener acceso solo el propietario. 
 
Estas dos claves son generadas una sola vez y no es posible de modo que no se puede asumir que 
otras personas obtengan las mismas claves casualmente. 
  
Hay fundamentos para el control de la criptografía es necesario que cada persona consiga sus dos 
propias claves la pública y la privada es necesario tener en cuenta que solo se presenten las claves 
públicas y están pueden estar vistas por las demás personas ya que se podrán mandar mensajes 
privados, a otras personas solo con la clave pública y solo se podrán descifrar por la claves privadas 
del receptor o al que le llega el mensaje 
 
Mientras las personas aseguren su clave privada están seguras de que no haya una interferencia de 
información por parte de otra persona y que se pierda información valiosa. 
 
Como vemos, la clave pública no ha resuelto del todo el problema de la seguridad, ya que si bien 
ha contribuido a reducir el número de claves necesarias para comunicarse con múltiples usuarios, 




2.10. Regulación y estandarización 
2.10.1 Regulación 
 
En las etiquetas del RFID las de baja frecuencia como (LF: 125 - 134 kHz y 140 - 148.5 kHz) y las 
de alta frecuencia como (HF: 13.56 MHz) se pueden utilizar de forma total sin necesidad de 
licencia.  
 
En las tarjetas del RFID de frecuencia ultra alta (UHF: 868 - 928 MHz) no puede ser utilizada de 
forma total, ya que no hay un único completo estandar. La frecuencia ultra elevada puede ser 
utilizada sin licencia para frecuencias entre 908 - 928 MHz, pero hay limitación en la energía de 
transmisión.  
 
La frecuencia ultra elevada está bajo atención para 865.6 - 867.6 MHz.  
 
El uso de la frecuencia ultra elevada es sin licencia sólo para el rango de 869.40 - 869.65 MHz, 
pero existen limitaciones en la energía de transmisión.  
 
Cada aplicación de frecuencia ultra elevada en estos países necesita de una licencia, que debe ser 
solicitada a las autoridades locales, y puede ser revocada. En Australia y Nueva Zelanda, el rango 
es de 918 - 926 MHz para uso sin licencia, pero hay restricciones en la energía de transmisión. 
Existen regulaciones adicionales relacionadas con la salud y condiciones ambientales. Por ejemplo, 
en Europa, la regulación Waste Electrical and Electronic Equipment ("Equipos eléctricos y 
electrónicos inútiles"), no permite que se desechen las etiquetas RFID. Esto significa que las 
etiquetas RFID que estén en cajas de cartón deben ser quitadas antes de deshacerse de ellas. 








Los estándares principales del RFID se dividen en cuatro principales áreas fundamentales: 
 
Protocolo en la interfaz aérea: especifica el modo en el que etiquetas RFID y lectores se comunican 
mediante radiofrecuencia. 
 
Contenido de los datos: especifica el formato y semántica de los datos que se comunican entre 
etiquetas y lectores. 
 
Certificación: pruebas que los productos deben cumplir para garantizar que cumplen los estándares 
y pueden interoperar con otros dispositivos de distintos fabricantes. 
 
Aplicaciones: usos de los sistemas RFID. 
 
Como en otras áreas tecnológicas, la estandarización en el campo de RFID se caracteriza por la 
existencia de varios grupos de especificaciones competidoras. Por una parte está ISO. Ambas 
comparten el objetivo de conseguir etiquetas de bajo coste que operen en UHF. 
Los estándares EPC para etiquetas son de dos clases: 
 
Clase 1: etiqueta simple, pasiva, de sólo lectura con una memoria no volátil programable una sola 
vez. 
 





Las clases no son interoperables y además son incompatibles con los estándares de ISO.  
 
Aunque EPCglobal está desarrollando una nueva generación de estándares EPC está (denominada 
Gen2), con el objetivo de conseguir interoperabilidad con los estándares de ISO. 
 
Por su parte, ISO ha desarrollado estándares de RFID para la identificación automática y la gestión 
de objetos.  
 
 
2.11. Dispositivos Pasivos.  
 
Las tarjetas pasivas no poseen alimentación eléctrica. La señal que les llega de los lectores induce 
una corriente eléctrica pequeña y suficiente para operar el circuito integrado CMOS 
(Complementario de Metal-Oxido-Semiconductor) de la tarjeta, de forma que puede generar y 
transmitir una respuesta.  
La mayoría de las tarjetas pasivas utiliza backscatter (Retodispersión) sobre la portadora recibida; 
esto es, la antena ha de estar diseñada para obtener la energía necesaria para funcionar a la vez que 
para transmitir la respuesta por la Retodispersión.  
 
La respuesta que se presenta puede ser cualquier tipo de información, no sólo un código 
identificador. Una tarjeta puede incluir memoria no volátil, posiblemente escribible. 
 
Las tarjetas pasivas suelen tener distancias de uso práctico comprendidas entre los 10 cm y 
llegando hasta unos pocos metros, según la frecuencia de funcionamiento y el diseño y tamaño de 
la antena.  
 




Como no precisan de alimentación energética, el dispositivo puede resultar muy pequeño: pueden 
incluirse en una pegatina o insertarse bajo la piel (tarjetas de baja frecuencia). 
 
Existen tarjetas fabricados con semiconductores basados en macromoléculas desarrollados por 
compañías de todo el mundo.  
 
Si se introducen en el mercado con éxito, estas tarjetas serían producibles en imprenta como una 
revista, con costes de producción muchos menores que las tarjetas de silicio, sirviendo como 
alternativa totalmente impresa, como los actuales códigos de barras.  
 
Sin embargo, para ello es necesario que superen aspectos técnicos y económicos, teniendo en 
cuenta que el silicio es una tecnología que lleva décadas disfrutando de inversiones de desarrollo 
multimillonarias que han resultado en un coste menor que el de la impresión convencional. 
 
 
2.12. Dispositivos Semipasivos.  
 
Las tarjetas Semipasivos se parecen a las tarjetas activas ya que poseen una fuente de alimentación 
propia, en este caso se la utiliza principalmente para alimentar el microchip y no para transmitir 
una señal.  
La energía que está contenida en la radiofrecuencia se expresa ante el lector como en una tarjeta 
positiva.  
 
Un uso rotativo para la batería es almacenar información extendida desde el lector para emitir una 




Las tarjetas sin batería deben responder reflejando energía de la portadora del lector al vuelo. 
 
La batería puede permitir al circuito integrado de la etiqueta estar constantemente alimentado y 
eliminar la necesidad de diseñar una antena para recoger potencia de una señal entrante.  
 
Este tipo de tarjetas tienen una fiabilidad comparable a la de las tarjetas activas a la vez que pueden 
mantener el rango operativo de una tarjeta pasiva. También suelen durar más que tarjetas activas. 
 
 
2.13. Dispositivos Activos.  
 
Las tarjetas activas a diferencia de las tarjetas pasivas estas  poseen su propia fuente autónoma de 
energía, que utilizan para dar corriente a sus circuitos integrados y mandar su señal al lector.  
 
Estas tarjetas son más fiables (tienen menos errores) que los pasivos debido a su capacidad de 
establecer sesiones con el lector.  
 
Gracias a su fuente de energía son capaces de transmitir señales más potentes que las de las tarjetas 
pasivas, lo que les lleva a ser más eficientes en entornos dificultosos para la radiofrecuencia como 
el agua (incluyendo humanos y ganado, formados en su mayoría por agua), metal (contenedores, 
vehículos).  
 
También son efectivos a distancias mayores pudiendo generar respuestas claras a partir de 
recepciones débiles (lo contrario que las tarjetas pasivas). Por el contrario, suelen ser mayores y 
más caros, y su vida útil es en general mucho más corta. 
Muchos tarjetas activas tienen rangos efectivos de cientos de metros y una vida útil de sus baterías 




Algunos de estas tarjetas integran sensores de registro de temperatura y otras variables que pueden 
usarse para monitorizar entornos de alimentación o productos farmacéuticos.  
 
Actualmente, las etiquetas activas más pequeñas tienen un tamaño aproximado de una moneda. 
Muchas etiquetas activas tienen rangos prácticos de diez metros, y una duración de batería de hasta 
varios años. 
 
La principal ventaja de las tarjetas RFID activos ante a las tarjetas pasivas es el elevado rango de 
lectura, del orden de decenas de metros.  
 
Como desventajas, cabe destacar el precio, que es muy superior que las tarjetas pasivas y la 
dependencia de alimentación por baterías.  
 
El tiempo de vida de las baterías depende de cada modelo de tarjetas y también de la actividad de 
este, normalmente es del orden de años.  
 
 
2.14. Antenas.  
 
Las antenas del sistema RFID son el elemento esencial entre la comunicación de la tarjeta y el 
lector en la que se realiza la potencia de la energía y capta la devolución de la información por 
parte de la tarte implantada en el producto.  
Las antenas del lector son el componente más sensible de un sistema RFID 
 
La mayoría de las antenas están alojadas en recintos que son fáciles de montar y suelen verse como 




Variar la ubicación de la antena del lector es una de las formas más fáciles de ajuste cuando se 
localizan y solucionan problemas de un sistema, y al mismo tiempo resulta una de las tareas más 




La antena del lector debe ser colocada en una posición donde, tanto la transmisión de energía hacia 
la etiqueta, como la recepción de los datos emitidos sean óptimas. Debido a que existen 
regulaciones gubernamentales que limitan el nivel de potencia de un lector, la ubicación de las 
antenas es vital para alcanzar un alto grado de lectura. 
Una antena RFID crea un campo de acción a su alrededor que se llama "patrón de radiación" que 
usualmente son representados como patrón de elevación ya que la antena emite energía  usándola 
de perfil. 
La ganancia de una  antena es la unión que se relaciona de la potencia de energía que entre a la 
antena y la potencia que de energía que sale de la misma antena.  
  
La directividad de la antena es una medida de la concentración   
 
Las diferencias entre las distintas antenas RFID existentes se resumen en dos características: 
 
Para acción corta o acción larga; a escoger en función de la amplitud que deseemos leer.  
Para alta o baja densidad de campo; a escoger en función de la naturaleza de los productos a leer y 




Hay tres características de las antenas que contribuyen a la legibilidad de la etiqueta.  
 
 
Patrón: Se refiere al campo de energía tridimensional creado por la antena. Esto es también 
conocido como el área de lectura. 
 
Ganancia y atenuación: La ganancia de la antena de un lector es fijada en relación a las 
regulaciones gubernamentales. No obstante, la señal puede reducirse o atenuarse para limitar el 
rango de lectura de la etiqueta o para dirigirla sólo a las etiquetas que uno desea leer. 
 
Polarización: Se refiere a la orientación de la transmisión del campo electromagnético. 
 
Por lo general todas las antenas lineales proveen un rango de lectura más extenso, pero son más 
sensibles a la dirección de la etiqueta.  
 
Actualmente son utilizadas en aplicaciones de lectura automática montadas sobre una cinta 
transportadora.  
 
En este caso, las etiquetas se aplicarían en envases con una orientación constante para maximizar 
su legibilidad. 
 
Las antenas UHF se encuentran habitualmente montadas y conectadas en forma externa a un lector 
a través de un cable coaxial combinado. Una o más antenas pueden ser conectadas a un lector, 




La antena son seleccionadas basándose en lo que es la frecuencia y la aplicación específica 
(omnidireccional, direccional, etc.).  
 
La pérdida de sintonía o la debilitación de la señal pueden ocurrir debido a los siguientes factores: 
 
 Pérdidas debido a la proximidad de metales o líquidos 
 Pérdida del cableado de la antena 
 Perdida de la señal  
 Proximidad con otros lectores / antenas 
 Variaciones ambientales 
 Interferencia desde otras fuentes RF 
 Campos de corriente 
 Refracción de la señal 
 Diálogos cruzados 
Algunos de estos elementos pueden ser compensados a través de la sintonía dinámica (circuitos en 
el lector que trabajan con retroalimentación de la antena).  
En cierto de los casos, la ubicación de la antena no es una ciencia exacta y son requeridos ajustes 
especiales para alcanzar rangos de lectura óptimos. 
 
 
2.14.1. Clasificación de antenas.  
 
Las antenas se clasifican en dos grupos que son: 
Para acción corta o acción larga; a escoger en función de la amplitud que deseemos leer 
 
Para alta o baja densidad de campo; a escoger en función de la naturaleza de los productos a leer y 




2.14.2 Descripción de antenas.  
 
Antena RFID universal por excelencia 
 
Es la antena más utilizada para una amplia gama de aplicaciones. Tienen una apertura de 60° y una 
ganancia estándar de 8 dBi (decibelio isótropo). Para la distancia de la lectura hay que tener en 
cuenta que debe de ser de 8-10 metros como máximo con lectores de 2W de potencia de energía. 
 
Antena RFID directiva 
 
La antena RFID Directa se la utilizan cuando es necesario que el campo de acción de la antena 
RFID tenga más "fuerza".  
 
Se logra reduciendo el ángulo de apertura a 30° y un aumento de la ganancia a 11 dBi (decibelio 
isótropo). La distancia de lectura media a tener en cuenta es de 10-15 metros como máximo con 
lectores de 2W de potencia. 
 





La antena RFID Impinj representa a un conjunto de antenas RFID perfectamente optimizadas para 
esta tecnología y que cubren unas necesidades específicas con alto rendimiento para la definición 
de soluciones precisas, fiables y adaptables. Un sistema que represente datos fiables. 
 
Permite obtener características óptimas enfocadas a que el usuario funcione el sistema de forma 
precisa y fiable.  
 
Antena RFID para estanterías inteligentes 
 
 
Un conjunto de antenas para utilizarse en estanterías de todo tipo, ya sean verticales, horizontales o 
de armario. Son capaces de detectar todos los movimientos de productos de su interior y así obtener 
un inventario permanente o un recuento del consumo 
Antena RFID para campo cercano 
 
Para mesas, recepción de cajas, en el POS o punto de venta, son las antenas RFID ideales para 
obtener la lectura cuando el producto está dentro de su reducido y controlado campo de acción. En 
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ocasiones se utilizan tags de campo cercano o tags mixtos, capaces de ser leidos por antenas de 








Son antenas RFID muy directivas y potentes, ideales para una respuesta rápida en sistemas 
logísticos, fabricación, verificación de expediciones, recepción u otras aplicaciones. 
 
 
2.14.2. Descripción de funcionamiento.  
 
Antenas Patrón de 
Radiación 
Ganancia Directividad Polarización 
Dipolo Amplio Baja Baja Lineal 
Dipolo Multi-
Elemento 
Amplio Baja/Media Baja Lineal 
Panel Plano (Flat 
Panel) 
Amplio Media Media/Alta Lineal/Circular 
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Plato Parabólico Amplio Alta Alta Lineal/Circular 
Yagi Endfire Media/Alta Media/Alta Lineal 
Ranura Amplio Baja/Media Baja/Media Lineal 





3.1. Presentación del asunto de estudio. 
 
El presente documento está dedicado a exponer las posibilidades ofrecidas por la tecnología RFID 
en el control de ventas de combustibles líquidos para consumo automotriz. RFID representa una 
tecnología con un carácter emergente (aunque cada vez menos) por lo menos en cuanto a las 
posibilidades de su aplicación industrial. Son muchos los sectores de la economía que se pueden 
beneficiar de las principales ventajas que ofrece esta tecnología, a saber: 
 Posibilidad de almacenar un volumen importante de información en etiquetas de tamaño 
reducido. 
 Posibilidad de actualizar en tiempo real la información de esas etiquetas. 
 Posibilidad de leer la información de forma remota y de leer múltiples etiquetas de forma 
casi simultánea. 
 Posibilidad de localizar el entorno inmediato donde se encuentra ubicada una determinada 
etiqueta. 
 
A la vista de las anteriores ventajas, es obvio que pueden surgir, y de hecho surgen, aplicaciones de 
esta tecnología en múltiples ámbitos. De hecho, los principales motivos por los cuales esta 
tecnología no se encuentra ya en una fase de implantación industrial mucho mayor son cada vez 
menos tecnológicos (ya es un hecho la posibilidad real de disponer de un sistema operativamente 




En la actualidad esta última barrera está cerca de solventarse, por lo que estamos asistiendo a 
despliegues de sistemas RFID que han pasado de la fase de meros pilotos a la de sistemas 
comerciales en explotación. La venta de combustibles no ha sido un campo ajeno a esta evolución, 
y en la actualidad existe ya una cierta actividad en la aplicación de las tecnologías RFID en el 
ámbito de las ventas, actividad que es probable se incremente a medio plazo. 
 
La tecnología RFID parece estar tecnológicamente madura, aunque se halla inmersa en una 
continua evolución y mejora de sus prestaciones, como evidencia el número cada vez mayor de 
patentes y publicaciones en este campo. Las etiquetas son cada vez más pequeñas y su capacidad 
de almacenamiento continúa en aumento, las antenas son más eficientes y potentes permitiendo 
alcanzar rangos de cobertura mayores, los algoritmos de seguridad son cada vez más robustos… y 
con ello van surgiendo nuevas aplicaciones innovadoras. 
 
Ha habido diversos casos de éxito en la implantación de sistemas de RFID, especialmente en 
actividades relacionadas con la logística y la distribución, como los ejemplos de grandes 
distribuidores como Wal-Mart y Metro. Igualmente, en muchos aeropuertos hay implantado un 
sistema RFID para la gestión de las maletas. También hay empresas cuyo personal está equipado 
con una tarjeta RFID para su identificación y gestión de zonas autorizadas o restringidas. 
Últimamente parece que la distribución de combustible está atrayendo gran interés por parte del 
mercado de RFID.  
El principal precursor de esta progresión viene dado por la parte logística del sector de venta de 
combustibles. Es decir, una vez corroborado que la aplicación de sistemas RFID en el sector de la 
logística y distribución mejora la eficiencia de los procesos y reduce los errores, es el turno de 
aplicarlo en el sector de la venta de combustible, donde existen gran cantidad de bienes y activos 
cuya gestión debe mejorarse, como son, los combustibles líquidos para consumo automotriz y la 
gestión de su distribución. 
 
Un Sistema de Control permite autentificación y administración de hidrocarburos el cuál puede 




Seguridad, Autonomía y Control son tres de las variables que definen los límites en los 
requerimientos en cuanto a tecnología y monitoreo en comercializadoras de hidrocarburos. La 
seguridad es una variable importante ya que permite la identificación del “objeto” (en nuestro tema 
de investigación el objeto es el combustible), usuario, etapa del proceso, etc. La autonomía se 
define en relación al nivel de intervención humana y el control estará en función de la toma de 
decisiones para dar los permisivos relacionados con la identificación. 
 
El control podrá proporcionar los registros de entrada y salida del combustible, de vehículos, etc., 
dentro de una o más áreas determinada o bien para su localización. 
 
Esta labor se pretende desarrollar con tecnología RFID un sistema que permita; aprovechar y 
utilizar elementos de vigilancia para llevar el control de entradas y salidas mediante bitácoras, 
registros y asignación, lo cual dependerá de los privilegios y permisivos que hayan sido otorgados. 
 
 
3.2. Objetivos específicos. 
 
 Conocer el desarrollo histórico de los sistemas de identificación por códigos de barras; 
principales características, ventajas y desventajas, así como conocer y entender su 
aplicación en los sistemas de control de ventas de combustibles líquidos para consumo 
automotriz. 
 Conocer el desarrollo histórico de los sistemas de identificación por radiofrecuencia; sus 
aplicaciones, ventajas y desventajas en relación con otros sistemas de identificación, así 
como conocer y entender su aplicación en los sistemas de control de ventas de 
combustibles líquidos para consumo automotriz. 
 Proporcionar un panorama teórico previo a la implementación de RFID, se enlistan de 
manera general los pasos a seguir en un proyecto de esta naturaleza. Se espera que con las 
modificaciones pertinentes, los principios teóricos y la metodología puede aplicarse a 
cualquier gasolinera con características similares a las de la provincia de Carchi.  
 Diseñar y desarrollar un sistema de lectura /escritura que sea capaz de comunicarse con 




 Analizar y evaluar los elementos que integran e interactúan en el sistema de acceso. 
 Determinar los parámetros relacionados con la rapidez, la confiabilidad y la seguridad con 
nodos remotos mutiacceso. 
 Diseñar y desarrollar un gestor de acceso que permita la transferencia de la información 
que requiera el sistema. 
 Evaluar el sistema desarrollado en su totalidad. 
 
 
3.3. Conclusiones sobre las tecnologías vistas. 
 
Tal y como hemos justificado, las limitaciones del código de barras, creado hace más de 30 años y 
con un amplia aceptación a nivel mundial, han dado paso a la evolución de nuevas tecnologías 
como el RFID. La Identificación por Radiofrecuencia, nacida en entornos militares, es una 
tecnología que emplea un chip con memoria y comunicación inalámbrica. El chip, denominado tag, 
se incorpora al producto que se desee identificar grabando en él la información pertinente como 
fecha de fabricación o número de lote. Una antena de Radiofrecuencia emite un campo magnético; 
si el tag se encuentra dentro del alcance de cobertura absorbe tal energía y envía la información que 
tiene en su memoria a la antena. Tras esto un lector es el encargado de traducir y gestionar la 
información para su uso posterior en un ordenador o un sistema central. 
 
 
Las ventajas de esta tecnología frente a sus predecesoras en el campo de la logística son 
significativas. Todos los datos contenidos en esta etiqueta electrónica (tag) se transmiten a través 
de radiofrecuencia, lo que permite tener información útil del producto desde que llega el 
consumidor a la gasolinera hasta su salida. Esta identificación tiene notables ventajas en campos 
como la logística, al lograr identificar al cliente cuando solicita  la venta de la gasolina. Así, los 
lectores saben en cuestión de segundos qué cantidad de gasolina es vendida por cliente y con qué 
frecuencia. Gracias a este sistema se consigue una trazabilidad plena del producto conociendo 
dónde y en qué condiciones ha estado en cada momento, permitiendo además disponer de un 




3.4 Parámetros de diseño del sistema. 
 
Modelo RFID 
Los principales parámetros que caracterizan un sistema RFID son: 
 Frecuencia de operación. El lector puede funcionar a baja frecuencia, alta frecuencia, ultra 
alta frecuencia y frecuencia de microondas.  
 Protocolo de funcionamiento. Muchas compañías ofrecen soporte multiprotocolo (ISO, 
propietarios…), pero no admiten todos los protocolos existentes. 
 Tipo de regulación que siguen. Por ejemplo, existen distintas regulaciones de frecuencia y 
de potencia en Estados Unidos y en Europa: 
 La banda de UHF funciona a 902–930 MHz en Estados Unidos y a 869 MHz en 
Europa. 
 La máxima potencia permitida es de 2 Watios en Estados Unidos y 0,5 Watios en 
Europa. 
 Interfaz con el sistema host: 
 TCP/IP. 
 WLAN. 
 Ethernet (10BaseT). 
 Serie: RS 232, RS 485. 
 Capacidad para multiplexar muchos lectores: 
 A través de concentradores. 
 A través de middleware. 
 Capacidad para actualizar el software del lector on-line: 
 Vía Internet. 
 Vía interfaz con el host. 
 Capacidad para gestionar múltiples antenas, típicamente 4 antenas/lector. 
 Capacidad para interactuar con otros productos de middleware. 
 Entrada/salida digital para conectar otros dispositivos tales como sensores externos o 






3.5. Diseño del hardware. 
 
RFID (Identificación por Radiofrecuencia) es un método de almacenamiento y recuperación remota 
de datos, basado en el empleo de etiquetas o “tags” en las que reside la información. RFID se basa 
en un concepto similar al del sistema de código de barras; la principal diferencia entre ambos reside 
en que el segundo utiliza señales ópticas para transmitir los datos entre la etiqueta y el lector, y 
RFID, en cambio, emplea señales de radiofrecuencia. 
 
 
3.5.1. Sistema RFID. 
 
Todo sistema RFID se compone principalmente de cuatro elementos: 
 Una etiqueta RFID, también llamada tag o transpondedor (transmisor y receptor).  
 Un lector o interrogador. 
 Un ordenador, host o controlador. 
 Un middleware y en backend un sistema ERP de gestión de sistemas IT. 
 
 
3.5.2. Kit RFID. 
 
La etiqueta RFID se inserta o adhiere en un objeto, animal o persona, portando información sobre 
el mismo. En este contexto, la palabra “objeto” se utiliza en su más amplio sentido: puede ser un 
vehículo, una tarjeta, una llave, un paquete, un producto, una planta, etc. Consta de un microchip 
que almacena los datos y una pequeña antena que habilita la comunicación por radiofrecuencia con 
el lector. 
 
El lector se encarga de transmitir la energía suficiente a la etiqueta y de leer los datos que ésta le 
envíe. Consta de un módulo de radiofrecuencia (transmisor y receptor), una unidad de control y una 
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antena para interrogar los tags vía radiofrecuencia. Los lectores están equipados con interfaces 
estándar de comunicación que permiten enviar los datos recibidos de la etiqueta a un subsistema de 
procesamiento de datos, como puede ser un ordenador personal o una base de datos. Algunos 
lectores llevan integrado un programador que añade a su capacidad de lectura, la habilidad para 
escribir información en las etiquetas. 
 
El ordenador, host o controlador, desarrolla la aplicación RFID. Recibe la información de uno o 
varios lectores y se la comunica al sistema de información. También es capaz de transmitir órdenes 
al lector. 
 
Adicionalmente, un middleware y en backend un sistema ERP de gestión de sistemas IT son 
necesarios para recoger, filtrar y manejar los datos. 
 
 
3.5.3. Instalación de equipos RFID. 
 
Para que un sistema RFID funcione correctamente, los tags y los lectores deben estar funcionando a 
la misma frecuencia. 
El funcionamiento de la RFID se basa en la aplicación de un transmisor/receptor encapsulado en 
una tarjeta, tag. El receptor se activa por medio de una batería incorporada (sistema discreto) o es 
alimentado por la señal enviada por el lector (sistema pasivo). El lector genera un campo magnético 
cuya señal de radio frecuencia (RFID) es captada por el receptor del tag. Este, a su vez activará el 
transmisor, el cual enviará un mensaje codificado único. Este mensaje es descodificado por el 
lector y almacenado en un computador central. 
 
El tag se pega en la parte interior del parabrisas del conductor. En él se aloja un chip, en el que se 
almacenan los datos que identifican únicamente al usuario o al vehículo. El mismo se activa al 
pasar por el detector de tarjetas, momento en que se envía a éste, su código único para 




El tag puede ser leído desde una distancia de hasta 5 metros de la entrada y/o salida del acceso por 
un procedimiento de radiofrecuencia (2,45 GHz), totalmente insensible a interferencias, tanto 
atmosféricas como ambientales o magnéticas. 
 
Como hemos visto, existe una gran diversidad de sistemas RFID, los cuales pueden satisfacer un 
amplio abanico de aplicaciones para los que pueden ser utilizados. Sin embargo, a pesar de que los 
aspectos tecnológicos pueden variar, todos se basan en el mismo principio de funcionamiento, que 
se describe a continuación: 
 Se equipa a todos los objetos a identificar, controlar o seguir, con una etiqueta RFID. 
 La antena del lector o interrogador emite un campo de radiofrecuencia que activa las 
etiquetas. 
 Cuando una etiqueta ingresa en dicho campo utiliza la energía y la referencia temporal 
recibidas para realizar la transmisión de los datos almacenados en su memoria. En el caso 
de etiquetas activas la energía necesaria para la transmisión proviene de la batería de la 
propia etiqueta. 
 El lector recibe los datos y los envía al ordenador de control para su procesamiento. 
 
 
Como podemos ver en la Figura anterior, existen dos interfaces de comunicación: 
 Interfaz Lector-Sistema de Información. La conexión se realiza a través de un enlace de 
comunicaciones estándar, que puede ser local o remoto y cableado o inalámbrico como el 
RS 232, RS 485, USB, Ethernet, WLAN, GPRS, UMTS, etc. 
Figura 20 Esquema de funcionamiento de un sistema RFID. 
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 Interfaz Lector-Etiqueta (tag). Se trata de un enlace radio con sus propias características de 
frecuencia y protocolos de comunicación. 
 
3.5.4. Descripción de la distribución en el dispositivo RFID. 
 
1. Transpondedores 
El transpondedor es el dispositivo que va embebido en una etiqueta o tag y contiene la información 
asociada al objeto al que acompaña, transmitiéndola cuando el lector la solicita. 
Está compuesto principalmente por un microchip y una antena. Adicionalmente puede incorporar 
una batería para alimentar sus transmisiones o incluso algunas etiquetas más sofisticadas pueden 
incluir una circuitería extra con funciones adicionales de entrada/salida, tales como registros de 
tiempo u otros estados físicos que pueden ser monitorizados mediante sensores apropiados (de 
temperatura, humedad, etc.). 
El microchip incluye: 
 Una circuitería analógica que se encarga de realizar la transferencia de datos y de 
proporcionar la alimentación. 
 Una circuitería digital que incluye: 
 La lógica de control. 
 La lógica de seguridad. 
 La lógica interna o microprocesador. 
 Una memoria para almacenar los datos. Esta memoria suele contener: 
 Una ROM (Read Only Memory) o memoria de sólo lectura, para alojar los 
datos de seguridad y las instrucciones de funcionamiento del sistema. 
 Una RAM (Random Access Memory) o memoria de acceso aleatorio, 
utilizada para facilitar el almacenamiento temporal de datos durante el 
proceso de interrogación y respuesta. 
 Una memoria de programación no volátil. Se utiliza para asegurar que los 
datos están almacenados aunque el dispositivo esté inactivo. Típicamente 




 Registros de datos (buffers) que soportan de forma temporal, tanto los 
datos entrantes después de la demodulación como los salientes antes de la 
modulación. Además actúa de interfaz con la antena. 
 
La frecuencia utilizada por el transpondedor, en la gran mayoría de los casos, coincide con la 
emitida por el lector. Sin embargo, en ocasiones se trata de una frecuencia subarmónica 
(submúltiplo de la del lector) o incluso de una frecuencia totalmente diferente de la del lector (no 
armónica). 
 
La antena que incorporan las etiquetas para ser capaces de transmitir los datos almacenados en el 
microchip puede ser de dos tipos: 
 Un elemento inductivo (bobina). 
 Un dipolo. 
Los parámetros que caracterizan las etiquetas RFID y comprenden las bases para diseñar sus 
especificaciones son: el modo de alimentación, la capacidad y tipo de datos almacenados, la 




Un lector o interrogador es el dispositivo que proporciona energía a las etiquetas, lee los datos que 
le llegan de vuelta y los envía al sistema de información. Asimismo, también gestiona la secuencia 
de comunicaciones con el lector.  
Con el fin de cumplir tales funciones, está equipado con un módulo de radiofrecuencia (transmisor 
y receptor), una unidad de control y una antena. Además, el lector incorpora un interfaz a un PC, 
host o controlador, a través de un enlace local o remoto: RS232, RS485, Ethernet, WLAN (RF, 






El lector puede actuar de tres modos: 
 Interrogando su zona de cobertura continuamente, si se espera la presencia de múltiples 
etiquetas pasando de forma continua. 
 Interrogando periódicamente, para detectar nuevas presencias de etiquetas. 
 Interrogando de forma puntual, por ejemplo cuando un sensor detecte la presencia de una 
nueva etiqueta. 
 
Los componentes del lector son el módulo de radiofrecuencia (formado por receptor y transmisor), 
la unidad de control y la antena. A continuación se procede a describir un poco más cada uno de 
estos elementos. 
· El módulo de radiofrecuencia, que consta básicamente de un transmisor que genera la señal de 
radiofrecuencia y un receptor que recibe, también vía radiofrecuencia, los datos enviados por las 
etiquetas. Sus funciones por tanto son: 
 Generar la señal de radiofrecuencia para activar el transpondedor y proporcionarle energía. 
 Modular la transmisión de la señal para enviar los datos al transpondedor. 
 Recibir y demodular las señales enviadas por el transpondedor. 
 
La unidad de control, constituida básicamente por un microprocesador. En ocasiones, para aliviar 
al microprocesador de determinados cálculos, la unidad de control incorpora un circuito integrado 
Figura 21 Esquema de un lector RFID 
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ASIC (Application Specific Integrated Circuit), adaptado a los requerimientos deseados para la 
aplicación. 
La unidad de control se encarga de realizar las siguientes funciones: 
 Codificar y decodificar los datos procedentes de los transpondedores. 
 Verificar la integridad de los datos y almacenarlos. 
 Gestionar el acceso al medio: activar las etiquetas, inicializar la sesión, autenticar y 
autorizar la transmisión, detectar y corregir errores, gestionar el proceso de multilectura 
(anticolisión), cifrar y descifrar los datos, etc. 
 Comunicarse con el sistema de información, ejecutando las órdenes recibidas y 
transmitiéndole la información obtenida de las etiquetas. 
La antena del lector es el elemento que habilita la comunicación entre el lector y el transpondedor. 
Las antenas están disponibles en una gran variedad de formas y tamaños. Su diseño puede llegar a 
ser crítico, dependiendo del tipo de aplicación para la que se desarrolle. Este diseño puede variar 
desde pequeños dispositivos de mano hasta grandes antenas independientes. Por ejemplo, las 
antenas pueden montarse en el marco de puertas de acceso para controlar el personal que pasa, o 




Los programadores son los dispositivos que permiten escribir información sobre la etiqueta RFID. 
La programación se realiza una vez sobre las etiquetas de sólo lectura o varias veces si las etiquetas 
son de lectura/escritura. Es un proceso que generalmente se suele llevar a cabo “fuera de línea”, es 
decir, antes de que el producto entre en las distintas fases de fabricación. 
 
El radio de cobertura al que un programador puede operar, es generalmente menor que el rango 
propio de un lector, ya que la potencia necesaria para escribir es mayor. En ocasiones puede ser 
necesario distancias próximas al contacto directo. 
 
Por otro lado, el diseño de los programadores permite una única escritura cada vez. Esto puede 
resultar engorroso cuando se requiere escribir la misma información en múltiples etiquetas. Sin 
 92 
 
embargo, nuevos desarrollos de programadores vienen a satisfacer la necesidad de realizar la 
programación de múltiples etiquetas. 
 
Existen sistemas en los que la reprogramación puede desarrollarse “en línea”, es decir, 
permaneciendo la etiqueta sobre el articulo cuya información o identificación porta. Esto resulta 
especialmente interesante si se trata de un fichero de datos interactivo, que va cambiando dentro de 
un proceso de producción. De este modo, los datos pueden irse modificando según el artículo vaya 
pasando por las distintas etapas de producción. El hecho de quitar la etiqueta del artículo para 
poder escribir la nueva información reduciría en gran medida las ventajas de flexibilidad inherentes 
a la tecnología RFID. 
 
La combinación de las funciones de un lector/interrogador con las de un programador permite 
recuperar y modificar los datos que porta el transpondedor en cualquier momento, sin comprometer 
la línea de producción. 
 
4. Middleware y Sistema de información 
 
El middleware es el software que se ocupa de la conexión entre el hardware de RFID y los sistemas 
de información existentes (y posiblemente anteriores a la implantación de RFID) en la aplicación. 
Del mismo modo que un PC, los sistemas RFID hardware serían inútiles sin un software que los 
permita funcionar. Esto es precisamente el middleware. Se ocupa, entre otras cosas, del 
encaminamiento de los datos entre los lectores, las etiquetas y los sistemas de información, y es el 
responsable de la calidad y usabilidad de las aplicaciones basadas en RFID. 
 
El middleware de RFID se ocupa por tanto de la transmisión de los datos entre los extremos de la 
transacción. Por ejemplo, en un sistema RFID basado en etiquetas, en el proceso de lectura se 
ocuparía de la transmisión de los datos almacenados en una de las etiquetas al sistema de 
información. Las cuatro funciones principales del middleware de RFID son: 
 Adquisición de datos. El middleware es responsable de la extracción, agrupación y filtrado 
de los datos procedentes de múltiples lectores RFID en un sistema complejo. Sin la 
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existencia del middleware, los sistemas de información de las empresas se colapsarían con 
rapidez. 
 Encaminamiento de los datos. El middleware facilita la integración de las redes de 
elementos y sistemas RFID de la aplicación. Para ello dirige los datos al sistema apropiado 
dentro de la aplicación. 
 Gestión de procesos. El middleware se puede utilizar para disparar eventos en función de 
las reglas de la organización empresarial donde opera, por ejemplo, envíos no autorizados, 
bajadas o pérdidas de stock, etc. 
 Gestión de dispositivos. El middleware se ocupa también de monitorizar y coordinar los 
lectores RFID, así como de verificar su estado y operatividad, y posibilita su gestión 
remota. 
 
De manera similar a los códigos de barras estándar, las etiquetas RFID son simplemente un modo 
automatizado para proporcionar datos de entrada al sistema cliente. Sin embargo, las etiquetas 
RFID son capaces de proporcionar también una salida automatizada del sistema hacia la etiqueta, 
permitiendo la actualización dinámica de los datos que ésta porta. 
 
El sistema de información se comunica con el lector según el principio maestro esclavo. Esto 
quiere decir que todas las actividades realizadas por lector y transpondedores son iniciadas por la 
aplicación software. Cuando el lector recibe una orden de esta aplicación, establece una 
comunicación con los transpondedores, comunicación en la que a su vez el lector ejerce de maestro 
y los tags de esclavos. 
 
El principal objetivo de la aplicación software es gestionar y tratar los datos recibidos por el lector. 
El sistema debe ser lo suficientemente robusto para poder manejar las múltiples lecturas que 
permiten realizar los sistemas RFID, coordinar tiempos y flujos de información, gestionar los 
distintos eventos, soportar las realimentaciones de los usuarios, introducir las actualizaciones del 
sistema cuando sea requerido e integrarlo con otros sistemas de información de la empresa. En 
todos los casos el sistema cliente necesitará modificaciones software para integrar los datos 
proporcionados por el lector y el programador. Sin la posibilidad de acceder a todas estas 





3.5.5. Dispositivo de comunicación. 
 
Existen dos mecanismos por los cuales es posible transferir la potencia de la antena del lector a la 
antena de la etiqueta, para que ésta transmita su información: acoplamiento inductivo y 
propagación por ondas electromagnéticas. Estos dos tipos de acoplamiento dependen de si se 
trabaja en campo cercano o en campo lejano.  
 Acoplamiento inductivo: cuando un conductor se expone a un campo magnético, éste 
produce un flujo de corriente en el mismo. Este principio es empleado para la 
comunicación en los sistemas RFID. La antena del lector genera un campo magnético, que 
induce una corriente en la antena del tag, que alimenta los circuitos del mismo. 
 Acoplamiento electromagnético: puesto que con la distancia el campo magnético se 
debilita, se emplea el campo eléctrico para resonar la antena del tag, de esta forma se 
pueden realizar comunicaciones a mayores distancias. Este método de funcionamiento 
también se denomina acoplamiento backscatter. Suelen emplearse para sistemas que 
trabajan en alta frecuencia (UHF o microondas), lo que permite el uso de antenas más 
pequeñas de gran eficiencia. El lector posee un sistema que le permite separar la señal 
emitida de la señal recibida del tag, mucho más débil que ésta, y más a medida que se 
aumenta la distancia. 
En la Figura 4 se resumen las principales características de ambos modos.  
 
 
Formato de transmisión 
Para leer o escribir en los sistemas RFID se realiza una transferencia de información entre el lector 
y el tag. Dicha transferencia puede seguir uno de los siguientes procesos. 
Figura 22 Principales características de los modos de propagación. 
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 Half-duplex: el canal de comunicaciones permite la transmisión de datos en ambas 
direcciones pero no de forma simultánea. 
 Full-duplex: el canal de comunicaciones permite la transmisión de datos en ambas 
direcciones al mismo tiempo. 
 
MECANISMOS DE CONTROL Y SEGURIDAD EN LA COMUNICACIÓN RFID 
En el proceso de comunicación de los sistemas RFID, es necesario tener en cuenta aspectos como 
las interacciones que pueden producirse entre varios tags RFID al responder a una llamada del 
lector, la seguridad y robustez del sistema frente a los posibles ataques externos que puedan 
producirse o los protocolos de  comunicación más comunes. 
 
Protocolos anticolisión 
Los lectores pueden requerir la exploración de los tags de su entorno o la selección de uno en 
concreto de entre muchos candidatos posibles. Al intentar trabajar con un conjunto de tags surge el 
problema de las colisiones en el acceso al medio. Este conflicto aparece cuando varios tags intentan 
identificarse en el mismo instante temporal, por lo que se hace necesario el uso de protocolos 
anticolisión. 
 Protocolos deterministas:  
En este tipo de protocolos se emplean algoritmos de “búsqueda en árbol”, consistentes en ir 
descomponiendo la población de tags bajo su cobertura en pequeños grupos, empleando 
técnicas de segmentación o splitting. El lector envía un bit, al que responderán todos aquellos 
tags cuyo número de identificación comience por ese valor. 
Si en dicha respuesta se detectan colisiones, el lector segmentará la población de tags en dos 
subconjuntos enviando un segundo bit, al que contestarán aquellos tags cuyo identificador 
comience por esos dos bits enviados. Así se continuará sucesivamente hasta que el lector no 
detecte colisiones en un subgrupo, lo que indicará que el lector ha identificado con éxito todos 
los tags de ese subconjunto. Una vez que se ha finalizado la identificación de un subgrupo se 
continúa con los restantes. 
 Protocolos probabilísticos: 
Este tipo de protocolos basan su resultado en decisiones tomadas al azar, de manera, que por 
promedio, se obtienen soluciones adecuadas. La gran mayoría de las veces los sistemas RFID 
 96 
 
operan en entornos en los que desconocen el número de tags que van a competir por 
identificarse, situaciones en las que es más adecuado emplear este tipo de protocolos. Existen 
varios tipos, todos ellos basados en el protocolo Aloha. 
 Aloha: La idea básica es que en el momento en el que el lector excita a los tags que se 
encuentran en su entorno, éstos envían su código de identificación. Si la respuesta de 
dos o más tags se solapa en el tiempo se produce un colisión, la recepción de 
información no se realiza con éxito, simplemente se pierde. 
 Aloha ranurado (SA): Se basa en la emisión periódica de referencias temporales, que 
hacen que los tags esperen al comienzo de una “ranura” temporal para emitir su 
código, de forma que se eviten o reduzcan las colisiones entre tags. 
 Aloha ranurado por trama (FSA): Variante del anterior, donde los spots se agrupan en 
tramas consecutivas. 
 CSMA/CD: Evolución del protocolo Aloha, que pretende mejorar las prestaciones de 
éste, ya que el tag escucha a la vez que transmite, por lo que si detecta colisión no 
emite señal, produciéndose una ganancia en tiempo y consumo. 
 
 
3.6. Diseño del software. 
 
Figura 23 Vista General del Proyecto 
 
 
 class Vista general del proyecto
Modelo de casos de uso
Modelo de clases Modelo de Datos
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3.6.1. Diseño de software de administración. 
 
Figura 24 Diagrama de la clase "consultaControl" con sus atributos y métodos 
 
 





~ CTL_APELLIDOS_CLIENTE:  String = ""
~ CTL_BOMBA:  String = ""
~ CTL_CELULAR_CLIENTE:  String = ""
~ CTL_CIUDAD_GASOLINERA:  String = ""
~ CTL_CLLINDRAJE_AUTO:  String = ""
~ CTL_DIRECCION_CLIENTE:  String = ""
~ CTL_DIRECCION_GASOLINERA:  String = ""
~ CTL_DOC_CLIENTE:  String = ""
~ CTL_ESTADO_DESPACHO:  String = ""
~ CTL_FECHA_DESPACHO:  String = ""
~ CTL_GASOLINERA:  String = ""
~ CTL_MARCA_AUTO:  String = ""
~ CTL_MODELO_AUTO:  String = ""
~ CTL_NO_PAAJEROS_AUTO:  String = ""
~ CTL_NOMBRES_CLIENTE:  String = ""
~ CTL_NUMERO_GALONES_DESPACHADOS:  String = ""
~ CTL_PLACA_AUTO:  String = ""
~ CTL_PLACA_DESPACHO:  String = ""
~ CTL_TAG_RFID:  String = ""
~ CTL_TELEFONO_CLIENTE:  String = ""
~ CTL_TIPO_BOMBA:  String = ""
~ CTL_TIPOI_COMBUSTIBLE:  String = ""
+ fechaFinal:  String = ""
+ fechaInicial:  String = ""
+ idEstado:  String = ""
+ idGasolinera:  String = ""
~ TL_ID:  String = ""
~ TL_VALOR_DESPACHO:  String = ""
+ consultaMasRechazados() : String
+ consultar() : String
+ consultarConsumoPorMes() : String




# doGet(HttpServletRequest, HttpServletResponse) : void
# doPost(HttpServletRequest, HttpServletResponse) : void
+ getServletInfo() : String
# processRequest(HttpServletRequest, HttpServletResponse) : void
HttpServlet
admLogueo
# doGet(HttpServletRequest, HttpServletResponse) : void
# doPost(HttpServletRequest, HttpServletResponse) : void
+ getServletInfo() : String
# processRequest(HttpServletRequest, HttpServletResponse) : void
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3.6.2. Elección de las plataformas. 
 
JAVA y JSP 
 
Java es un lenguaje de programación que ofrece la potencia del diseño orientado a objetos, con una 
sintaxis fácilmente accesible, un entorno robusto y agradable y proporciona un conjunto de clases 
potente y flexible. Las características más importantes de este lenguaje son: 
 Lenguaje sencillo, se utiliza la misma sintaxis de C++, pero simplificada, logrando una 
mayor facilidad para el manejo del mismo por el programador.  
 Lenguaje seguro, al ejecutar el código java la máquina virtual realiza ciertos chequeos de 
seguridad.  
 El compilador Java detecta errores que otros compiladores detectarían en tiempo de 
ejecución.  
 En Java no hay aspectos dependientes de la implementación, todas las implementaciones 
de Java siguen los mismos estándares en cuanto a tamaño y almacenamiento de los datos.  
 Arquitectura Neutral: El código generado por el compilador Java es independiente de la 
arquitectura: podría ejecutarse en un entorno UNIX, Mac o Windows.  
 Es multihilo: soporta los threads (hilos) sin necesidad del uso de librerías específicas 
(como es el caso de C++). Esto le permite además que cada hilo de una aplicación java 
pueda correr en una CPU distinta, si la aplicación se ejecuta en una máquina que posee 
varias CPU.  
 
JSP es un acrónimo de Java Server Pages. Es una tecnología orientada a crear páginas web con 
programación en Java.  
Con JSP podemos crear aplicaciones web que se ejecuten en variados servidores web, de múltiples 
plataformas, ya que Java es en esencia un lenguaje multiplataforma. Las páginas JSP están 
compuestas de código HTML/XML mezclado con etiquetas especiales para programar scripts de 







MySQL es un sistema gestor de bases de datos (SGBD, DBMS por sus siglas en inglés) muy 
conocido y ampliamente usado por su simplicidad y notable rendimiento. Aunque carece de 
algunas características avanzadas disponibles en otros SGBD del mercado, es una opción atractiva 
tanto para aplicaciones comerciales, como de entretenimiento precisamente por su facilidad de uso 
y tiempo reducido de puesta en marcha. Esto y su libre distribución en Internet bajo licencia GPL le 
otorgan como beneficios adicionales (no menos importantes) contar con un alto grado de 
estabilidad y un rápido desarrollo. 
 
MySQL está disponible para múltiples plataformas, la seleccionada para los ejemplos de este libro 
es GNU/Linux. Sin embargo, las diferencias con cualquier otra plataforma son prácticamente nulas, 
ya que la herramienta utilizada  en  este  caso  es  el  cliente  mysql-
client,  que  permite  interactuar  con  un servidor MySQL (local o remoto) en modo texto. De este 
modo es posible realizar todos los ejercicios sobre un servidor instalado localmente o, a través de 
Internet, sobre un servidor remoto. 
 
MySQL es un SGBD que ha ganado popularidad por una serie de atractivas características: 
 Está desarrollado en C/C++. 
 Se distribuyen ejecutables para cerca de diecinueve plataformas diferentes. 
 La API se encuentra disponible en C, C++, Eiffel, Java, Perl, PHP, Python, Ruby y TCL. 
 Está optimizado para equipos de múltiples procesadores. 
 Es muy destacable su velocidad de respuesta. 
 Se puede utilizar como cliente-servidor o incrustado en aplicaciones. 
 Cuenta con un rico conjunto de tipos de datos. 
 Soporta múltiples métodos de almacenamiento de las tablas, con prestaciones 
y rendimiento diferentes para poder optimizar el SGBD  a  cada caso concreto. 
 Su administración se basa en usuarios y privilegios. 
 Se tiene constancia de casos en los que maneja cincuenta millones de registros, sesenta mil 
tablas y cinco millones de columnas. 
 Sus opciones de conectividad abarcan TCP/IP, sockets UNIX y sockets NT, además de 
soportar completamente ODBC. 
 Los mensajes de error pueden estar en español y hacer ordenaciones correctas con palabras 
acentuadas o con la letra ’ñ’. 





IReport es un framework bastante completo para desarrollar reportes tanto en web como de 
desktop, en Java.  Aunque el formato fuente del reporte en JasperReports es un archivo XML, 
existe una herramienta que permite crearlo de manera visual: iReport. Lo que se hace cuando se 
trabaja con iReport, es diseñar el reporte, y una vez compilado el archivo .jasper que se genera, se 
copia en la carpeta del proyecto. 
 
La herramienta iReport es un constructor/diseñador de informes visuales, poderoso, intuitivo y fácil 
de usar para JasperReports, escrito en Java. Este instrumento permite que los usuarios corrijan 
visualmente informes complejos con cartas, imágenes, subinformes, etc. Entre sus características 
más importantes se pueden señalar las siguientes: 
 100% escrito en Java, y además Open Source y gratuito. 
 Maneja el 98% de las etiquetas de JasperReports. 
 Permite diseñar, con sus propias herramientas: rectángulos, líneas, elipses, campos de 
textos, cartas, sub-reportes. 
 Soporta internacionalización nativamente. 
 Recopilador y exportador integrados. 
 Soporta JDBC. 
 Soporta JavaBeans como origen de datos (estos deben implementar la interface 
JRDataSource). 
 Incluye wizards (asistentes) para crear automáticamente informes. 
 Tiene asistentes para generar los sub-reportes 
 Tiene asistentes para las plantillas. 
 Facilidad de instalación. 
 
 
3.7. Fase de Elaboración. 
 




Figura 26 Diagrama de casos de usos 
 
3.7.2. Diagrama de secuencia. 





























































































































































































































frmPrincipal(String, String, String, String, String, String, String)
 
Figura 36 Diagrama Interacción “Logueo” 
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3.8. Fase de Construcción. 
 
3.8.1. Interfaz de usuario. 
 
 





Figura 39 Vista del ControlDespachoView 
 






Figura 41 Vista del Formulario de Acceso 
 
 
Figura 42 Vista del ClienteView 
 




El módulo Útil contiene las clases para la conexión a la Base de Datos; así como la clase de 
funcionesBase, como funciones de validaciones, limpieza de registro, entre otras. Además de la clase 
para la generación de reportes y otra clase de configuración de los tags. 
 
 
Figura 43 Diagrama Lógico de Clases del Paquete "Útil” 
 class Util
Util::ClsConexion
+ bd:  String = ""
+ clase:  String = ""
+ conn:  Connection = null
+ desGasolinera:  String
+ desPerfil:  String
+ desUsuario:  String
~ dtm:  DefaultTableModel = null
+ idGasolinera:  String
+ idPerfi l:  String
+ idUsuario:  String
+ login:  String = ""
- p_sql_param:  String = "select concat(...
+ password:  String = ""
+ rs:  ResultSet
+ stmt:  Statement
+ tusr:  int = 0
+ url:  String = ""
+ valorEscalar:  String = null
+ valorString:  String = ""
+ Conectar() : void
+ ConsultarInfoLogueo(String) : boolean
+ ConsultarSQL(String) : boolean
+ ConsultarString(String) : boolean
+ ConsultarValor(String) : boolean
+ ConsultarValorDec(String) : boolean
+ Desconectar() : void
+ EjecutarSQL(String) : boolean
+ EjecutarSQL(String, boolean) : boolean
+ MapearObjetoSQL(String, int, javax.swing.JTable, String[]) : boolean
+ MapearObjetoSQL(String, javax.swing.JComboBox) : boolean
+ MapearObjetoSQL(String, javax.swing.JList) : boolean
Util::funcionesBase
+ Centrar(javax.swing.JFrame, String) : boolean
+ f_confirmar(String) : boolean
+ f_string(Double) : String
+ f_string(Date) : String
+ LimpiarGril la(javax.swing.JTable) : void
+ LimpiarLista(javax.swing.JList) : void
+ mapearFecha(String) : Date
+ obtenerFecha(com.toedter.calendar.JDateChooser, String) : String
+ separaInfoParam(String) : String
+ validaNull(javax.swing.JTextField, String) : boolean
+ validaNull(javax.swing.JTextField, String, Integer) : boolean
+ validaNull(javax.swing.JComboBox, String) : boolean
+ validaNull(javax.swing.JList, String) : boolean
+ validaNull(com.toedter.calendar.JDateChooser, String) : boolean
+ validaNull(javax.swing.JSpinner, String) : boolean
+ valorCodigoParametro(javax.swing.JComboBox) : String
+ valorObjeto(javax.swing.JComboBox) : String
+ valorObjeto(javax.swing.JList) : String
Util::InterfazBdd
+ bd:  String = "dbrfid"
+ clase:  String = "com.mysql.jdbc...
+ conn:  Connection = null
+ desGasolinera:  String
+ desPerfil:  String
+ desUsuario:  String
~ dtm:  DefaultTableModel = null
+ idGasolinera:  String
+ idPerfi l:  String
+ idUsuario:  String
+ login:  String = "root"
~ objConexion:  Util.ClsConexion = null
- p_sql_param:  String = "select concat(...
+ password:  String = "mysql"
+ rs:  ResultSet
+ stmt:  Statement
+ tusr:  int = 0
+ url:  String = "jdbc:mysql://l...
+ valorEscalar:  String = null
+ valorString:  String = ""
+ Conectar() : void
+ ConsultarInfoLogueo(String) : boolean
+ ConsultarSQL(String) : boolean
+ ConsultarString(String) : boolean
+ ConsultarValor(String) : boolean
+ ConsultarValorDec(String) : boolean
+ Desconectar() : void
+ EjecutarSQL(String) : boolean
+ EjecutarSQL(String, boolean) : boolean
+ InterfazBdd()
+ MapearObjetoSQL(String, int, javax.swing.JTable, String[]) : boolean
+ MapearObjetoSQL(String, javax.swing.JComboBox) : boolean
+ MapearObjetoSQL(String, javax.swing.JList) : boolean
Util::Reporte
~ conn:  Connection
+ parametro:  String = null
+ parFechaFinal:  String = null
+ parFechaFinalValor:  String = null
+ parFechaInicial:  String = null
+ parFechaInicialValor:  String = null
~ pathBase:  String = "C://REPORTES_R...
~ report_file:  String
+ valor:  String = null
+ Ejecutar() : void
+ Reporte(String, Connection)
ClsConexion
+ bd:  String = "dbcontrolrfid"
+ clase:  String = "com.mysql.jdbc...
+ conn:  Connection = null
+ desPerfil:  String
+ desUsuario:  String
+ idPerfil:  String
+ idUsuario:  String
+ login:  String = "root"
- p_sql_param:  String = "select concat(...
+ password:  String = "mysql"
+ rs:  ResultSet
+ stmt:  Statement
+ tusr:  int = 0
+ url:  String = "jdbc:mysql://l...
+ valorEscalar:  String = null
+ Conectar() : void
+ ConsultarInfoLogueo(String) : boolean
+ ConsultarSQL(String) : boolean
+ ConsultarValor(String) : boolean
+ ConsultarValorDec(String) : boolean
+ Desconectar() : void
+ EjecutarSQL(String) : boolean
+ MapearObjetoSQL(String, int) : boolean
tags
~ data:  String = ""
~ objStrBuilder:  StringBuilder = new StringBuilder()
+ f_construyeSql(String, String, String, String, String) : String
+ f_hidden(String, String) : String
+ f_IArea(String, String) : String
+ f_IBrowse(String, String) : String
+ f_IColumna(String) : String
+ f_IColumna() : String
+ f_ICombo(String, String, String, String) : String
+ f_IFielSet(String, String) : String
+ f_IFielSetMenu(String, String) : String
+ f_IFila(String) : String
+ f_IFila(String, String) : String
+ f_IFila() : String
+ f_ILeyenda(String) : String
+ f_ILeyendaMenu(String) : String
+ f_IncluirCalendario(String, String) : String
+ f_IPassword(String, String, String, String, String, String) : String
+ f_ITabla(String, String) : String
+ f_ITabla(String, String, String) : String
+ f_ITabla() : String
+ f_ITexto(String, String, String, String, String, String) : String
+ f_ITexto(String, String, String, String, String, String, String) : String
+ f_ITexto(String, String, String, String) : String
+ f_link(String, String) : String
+ f_Mensaje(String) : String
+ f_POpcionesNuevo(String, String, String, String, String, String) : String
+ f_submit(String, String, String) : String





El módulo WebServices contiene la clase para configurar el sistema RFID. 
 
Figura 44 Diagrama Lógico de Clases del Paquete “WebServices” 
 
El módulo Remoto contiene las clases control_despacho_central y usuario que permite controlar a los 
usuarios que ingresan al sistema para comprar gasolina. 
 





+ insertarControlCentral(String, String, String, String, String, String, String, String, String, String, String, String, String, String, String, String, String, String, String, String, String, String, String) : String
+ valorDispensadoRemoto(String, String) : String
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3.8.3. Diagrama lógico del modelo de datos. 
 
Figura 46 Modelo de Datos Diagrama Lógico 
 class ClasesdeNegocio
Bomba
~ descripcion:  String
~ idBomba:  String
~ idGasolinera:  String
~ observacion:  String
+ Operacion:  String
~ sqlAfectar:  String = null
~ tipoCombustible:  String
+ usuarioActual:  String
+ Actualizar() : boolean
+ Eliminar() : boolean
+ Listar(javax.swing.JTable) : boolean
+ setDescripcion(String) : void
+ setIdBomba(String) : void
+ setIdGasolinera(String) : void
+ setObservacion(String) : void
+ setTipoCombustible(String) : void
Cliente
- apellidos:  String
- cedulaRuc:  String
- celular:  String
- direccion:  String
- idCliente:  String
- idGasolinera:  String
- nombres:  String
+ Operacion:  String
~ sqlAfectar:  String = null
- telefono:  String
+ usuarioActual:  String
+ ActualizarCliente() : boolean
+ EliminarCliente() : boolean
+ getApellidos() : String
+ getCedulaRuc() : String
+ getCelular() : String
+ getDireccion() : String
+ getIdCliente() : String
+ getIdGasolinera() : String
+ getNombres() : String
+ getTelefono() : String
+ getUsuarioActual() : String
+ Listar(javax.swing.JTable) : boolean
+ setApellidos(String) : void
+ setCedulaRuc(String) : void
+ setCelular(String) : void
+ setDireccion(String) : void
+ setIdCliente(String) : void
+ setIdGasolinera(String) : void
+ setNombres(String) : void
+ setTelefono(String) : void
+ setUsuarioActual(String) : void
«property get»
+ getOperacion() : String
«property set»
+ setOperacion(String) : void
Despacho
+ ejecutoRemoto:  boolean = false
- estado:  String
- esTagTemporal:  boolean = false
- fecha:  String
- galones:  String
+ galonesDisponibles:  double = 0
- idBomba:  String
- idDespacho:  String
- idGasolinera:  String
- idTag:  String
- idVehiculo:  String
+ msgError:  String = ""
+ nemonicoTipoGasolina:  String = ""
+ nombreCliente:  String = ""
+ Operacion:  String
+ placa:  String = ""
~ sqlAfectar:  String = null
- tipoCombustible:  String
+ usuarioActual:  String
- valor:  String
~ valorGalonesEntregadosHoy:  double = 0
+ valorGasolinaDiesel:  String = ""
+ valorGasolinaExtra:  String = ""
+ valorGasolinaSuper:  String = ""
~ valorMaximoGalonesDiarios:  double = 0
+ Actualizar() : boolean
+ Listar(javax.swing.JTable) : boolean
+ puedeDespachar() : boolean
+ setEstado(String) : void
+ setEsTagTemporal(boolean) : void
+ setFecha(String) : void
+ setGalones(String) : void
+ setIdBomba(String) : void
+ setIdDespacho(String) : void
+ setIdGasolinera(String) : void
+ setIdTag(String) : void
+ setIdVehiculo(String) : void
+ setTipoCombustible(String) : void
+ setValor(String) : void
Cliente
- apellidos:  String
- cedula:  String
- celular:  String
- direccion:  String
- estado:  String
- idEmpleado:  String
- idGasolinera:  String
- nombres:  String
+ Operacion:  String
~ sqlAfectar:  String = null
- telefono:  String
- turno:  String
+ usuarioActual:  String
+ ActualizarEmpleado() : boolean
+ EliminarEmpleado() : boolean
+ Listar(javax.swing.JTable) : boolean
+ setApellidos(String) : void
+ setCedula(String) : void
+ setCelular(String) : void
+ setDireccion(String) : void
+ setEstado(String) : void
+ setIdEmpleado(String) : void
+ setIdGasolinera(String) : void
+ setNombres(String) : void
+ setTelefono(String) : void
+ setTurno(String) : void
Gasolinera
~ descripcion:  String
~ direccion:  String
~ galones:  String
~ idGasolinera:  String
~ idLugar:  String
~ observacion:  String
+ Operacion:  String
~ sqlAfectar:  String = null
+ usuarioActual:  String
+ Actualizar() : boolean
+ Eliminar() : boolean
+ Listar(javax.swing.JTable) : boolean
+ setDescripcion(String) : void
+ setDireccion(String) : void
+ setGalones(String) : void
+ setIdGasolinera(String) : void
+ setIdLugar(String) : void
+ setObservacion(String) : void
Inv entario
- idGasolinera:  String
- idInventario:  String
+ Operacion:  String
~ sqlAfectar:  String = null
- tag:  String
- tagDescripcion:  String
+ usuarioActual:  String
+ Actualizar() : boolean
+ Eliminar() : boolean
+ Listar(javax.swing.JTable) : boolean
+ setIdGasolinera(String) : void
+ setIdInventario(String) : void
+ setTag(String) : void
+ setTagDescripcion(String) : void
Logueo
+ desGasolinera:  String
+ desPerfil:  String
+ desUsuario:  String
+ documento:  String
+ idGasolinera:  String
+ idPerfil:  String
+ idUsuario:  String
+ password:  String
~ sqlAfectar:  String = null
+ ValidarUsuario() : boolean
lugarGeografico
- codigoLugar:  String
- descripcionCorta:  String
- descripcionLarga:  String
- idPadre:  String
- nivel:  String
+ Operacion:  String
~ sqlAfectar:  String = null
+ usuarioActual:  String
+ Actualizar() : boolean
+ Eliminar() : boolean
+ Listar(javax.swing.JTable) : boolean
+ setCodigoLugar(String) : void
+ setDescripcionCorta(String) : void
+ setDescripcionLarga(String) : void
+ setIdPadre(String) : void
+ setNivel(String) : void
ParametroDetalle
- codigoParam:  String
- codigoParamDetalle:  String
- descripcionCorta:  String
- descripcionLarga:  String
+ Operacion:  String
~ sqlAfectar:  String = null
+ usuarioActual:  String
+ Actualizar() : boolean
+ Eliminar() : boolean
+ Listar(javax.swing.JTable, javax.swing.JComboBox) : boolean
«property set»
+ setcodigoParam(String) : void
+ setcodigoParamDetalle(String) : void
+ setdescripcionCorta(String) : void
+ setdescripcionLarga(String) : void
perfilRecurso
+ documento:  String
+ perfi l:  String
+ recurso:  String
~ sqlAfectar:  String = null
+ usuarioActual:  String
+ Asociar() : boolean
+ ListarAsociados(javax.swing.JList, javax.swing.JComboBox) : boolean
+ ListarDisponibles(javax.swing.JList, javax.swing.JComboBox) : boolean
+ Quitar() : boolean
Usuario
- descripcion:  String
- estado:  String
- idEmpleado:  String
- idGasolinera:  String
- idPerfi l:  String
- idUsuario:  String
- login:  String
+ Operacion:  String
- password:  String
~ sqlAfectar:  String = null
+ usuarioActual:  String
+ Actualizar() : boolean
+ Eliminar() : boolean
+ Listar(javax.swing.JTable) : boolean
+ setDescripcion(String) : void
+ setEstado(String) : void
+ setIdEmpleado(String) : void
+ setIdGasolinera(String) : void
+ setIdPerfil(String) : void
+ setIdUsuario(String) : void
+ setLogin(String) : void
+ setPassword(String) : void
Vehiculo
- cil indraje:  String
- idCliente:  String
- idTag:  String
- idVehiculo:  String
- marca:  String
- modelo:  String
- numeroPasajeros:  String
+ Operacion:  String
- placa:  String
~ sqlAfectar:  String = null
+ usuarioActual:  String
+ Actualizar() : boolean
+ Eliminar() : boolean
+ Listar(javax.swing.JTable) : boolean
+ setCilindraje(String) : void
+ setIdCliente(String) : void
+ setIdTag(String) : void
+ setIdVehiculo(String) : void
+ setMarca(String) : void
+ setModelo(String) : void
+ setNumeroPasajeros(String) : void




4. RESULTADOS Y DISCUSIONES 
4.1. Desarrollo de pruebas 
 
Se lleva a cabo una serie de pruebas para comprobar el funcionamiento del Sistema RFID, en lo 
que abarca la configuración del sistema y la comunicación entre el lector y la etiqueta o tag. 
Además de comprobar la interacción entre el Sistema RFID y el software diseñado para recopilar y 
mostrar los datos captados por el Sistema. Se comprueba también, que se almacene de forma 
correcta la información en la base de datos, a través de la generación de reportes. 
 
 
4.2. Prueba con el Sistema RFID 
 
Con el Sistema RFID, cuando un cliente llega al puesto de gasolina, se pretende que con la etiqueta 
que tenga cada cliente, ya sea en su poder o localizado en alguna parte del vehículo, se capte la 
señal a través de la radiofrecuencia emitida por el lector. Pasando la identificación del cliente al 
software, y que este a su vez muestre la información de dicho cliente, posibilitando así registrar la 
venta con todos sus datos: cantidad de gasolina vendida, precio, tipo de gasolina y la fecha; y 
confirmar la información del cliente: placa del vehículo, nombre, dirección, teléfono, entre otros. 
 
 
4.3. Dispositivo de configuración y comunicación 
4.3.1. Prueba de comunicación 
 
Se realiza una prueba de comunicación entre el lector y la etiqueta o tag del Sistema RFID para 




En un tag es posible medir diferentes parámetros y a su vez hacerlos de diferentes modos. Sin 
embargo, aunque es posible realizar mediciones de las antenas y los circuitos integrados con un 
analizador de espectros o un analizador de redes, el rendimiento de un tag únicamente puede 
medirse cuando el tag está activo, funcionando, es decir, comunicándose con un lector RFID. 
Debido al funcionamiento de la tecnología RFID, el lector (en realidad un transceptor) transmite 
una señal modulada que excita y alimenta el tag. Esta señal incorpora un comando al cual responde 
el tag con otra señal que es detectada por el lector.  
 
En la prueba realizada manualmente para la lectura del tag o etiqueta a través de un lector se 
obtuvo resultados favorables. Llegando a la conclusión que la configuración para establecer la 
comunicación de estos componentes se realizó de forma correcta. 
 
 
4.3.2. Prueba con el Software y el Sistema RFID. 
 
Una vez obtenido una respuesta satisfactoria en la prueba de comunicación entre el lector y la 
etiqueta del Sistema RFID, se procede a comprobar que el software interactúe con el Sistema 
RFID, y recopile y muestre los datos que le brinda el sistema. 
 
A continuación se muestra una pantalla donde se muestra el resultado brindado por el software una 
vez que el lector lea la información almacenada en la etiqueta. 
 
 
4.3.3. Aplicación Cliente: Lectores RFID. 
 
Para efectuar la prueba a la aplicación cliente se realiza un análisis de la calidad de la señal recibida 




El lector escogido permitirá aprovechar el rendimiento del tag seleccionado, garantizando así el 
éxito de la aplicación en función de este y de la ubicación óptima del tag. 
 
 
4.3.4. Prueba y almacenamiento de datos. 
 
Para comprobar que el almacenamiento de los datos se ha efectuado de manera correcta, se realizan 
reportes que recoge la información guardada en la base de datos y se muestra a traves de una 
página web. A continuación se muestran varias imágenes de reportes: Vehículos Abastecidos, 
Consumo por mes y Vehículos más rechazados. 
 
 




Figura 48 Vista del Reporte Consumo por Mes según la gasolinera y un periodo de fecha 
 
 








5. CONCLUSIONES Y RECOMENDACIONES 
 
En el presente proyecto se ha realizado un análisis, descripción y evaluación de los servicios de 
localización e identificación basados en RFID y sus componentes. Radio Frequency IDentification 
(RFID) es una tecnología de detección automática, inalámbrica, de corto alcance, que opera en la 
banda de UHF, y para la que existen etiquetas y lectores en el mercado a coste razonable. Las 
etiquetas almacenan y proporcionan a los lectores un identificador único que permite la 
identificación unívoca del objeto (o persona) que la porta. 
 
Se fundamentó la necesidad de implantar este sistema en la gasolinera de la provincia del Carchi, 
para controlar la venta de combustible. Diseñando y desarrollando un sistema que permita el 
control de los clientes que van a comprar gasolina.  
 
Se realizó un análisis de la metodología, describiendo los componentes del hadware y del software. 
Diseñando e implementando un sistema de lectura/escritura el cual interactua con el Sistema RFID. 
El cual cumple con requerimientos de seguridad, rapidez y confiabilidad.  
 
Finalmente se realizaron varias pruebas para verificar el funcionamiento del software y el hadware 
y la comunicación entre ellos.  
 
Como recomendaciones a posibles trabajos futuros, se puede considerar la realización de las 
siguientes mejoras: 
 Se puede mejorar el protocolo frente a las amenazas de trazabilidad, incrementando la 
seguridad del mismo. Habría que estudiar si dicha ampliación es factible debido a las 
limitaciones de área existentes. 
 Realizar un análisis cuantitativo del nivel de seguridad que prensenta. 
 Búsqueda e implementación de nuevos protocolos igualmente ligeros, más complejos que 
permitan cubrir todos los requisitos de seguridad de los sistemas RFID adecuadamente. 
 Analizar los costos y beneficios de un Sistema RFID más potente, para mejorar los 




ANEXO A: DOCUMENTACIÓN DEL MODELO Y DICCIONARIO DE 
DATOS 
Detalle del Modelo 
Este documento provee una completa perspectiva general de los detalles de todos los elementos.  
Modelo RFID 
Tipo:  Paquete  
Vista general del proyecto - (diagrama Lógico )  
 
Imagen: 1 
 Modelo de Datos  
Tipo:  Paquete  
 
Tipo:  Paquete  
Modelo de Datos - (diagrama Lógico ) 
 class Vista general del proyecto
Modelo de casos de uso










Tipo:  Clase     
Propiedades Personalizadas 
 isActive = Falso 
Valores Etiquetados 
 Type = InnoDB.   
 Conecciones 
Conector Origen Destino 
Asociación  (PADE_CODIGO = 
PADE_CODIGO)  




Public PK_parametro_detalle  
parametro_detalle 
Asociación  (GAD_ID = 
GAD_ID)  




Public PK_gasolinera gasolinera 
Atributos 
Atributo Restricciones y etiquetas  
BOM_ID INTEGER Public «column» Predeterminado: [property = 
AutoNum=1;StartNum=1;Increment=1; ]  
GAD_ID INTEGER Public «column» Predeterminado:  
PADE_CODIGO VARCHAR Public 
«column» 
Predeterminado:   
 
BOM_DESCRIPCION VARCHAR Public 
«column» 
Predeterminado:    
 
BOM_OBSERVACION VARCHAR Public 
«column» 
Predeterminado:  





Atributo Restricciones y etiquetas  
AUD_USU_MODI INTEGER Public 
«column» 
Predeterminado:   
AUD_FECHA_CREA DATETIME Public 
«column» 
Predeterminado:  
AUD_FECHA_MODI DATETIME Public 
«column» 




PK_bomba() Public INTEGER [in] BOM_ID  
FK_RELATIONSHIP_36() Public INTEGER [in] GAD_ID  
FK_RELATIONSHIP_42() Public VARCHAR [in] PADE_CODIGO  
FK_RELATIONSHIP_36() Public INTEGER [in] GAD_ID  
FK_RELATIONSHIP_42() Public VARCHAR [in] PADE_CODIGO  
  
cliente 
Tipo:  Clase     
Propiedades Personalizadas 
 isActive = Falso 
Valores Etiquetados 
 Type = InnoDB.   
 Conecciones 
Conector Origen Destino 
Asociación    
Origen -> Destino  
Public  cliente Public  vehiculo 
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Conector Origen Destino 
Asociación    
Origen -> Destino 
Public FK_RELATIONSHIP_53 
cliente 
Public  gasolinera 
Atributos 
Atributo Restricciones y etiquetas  
CLI_ID INTEGER Public «column» Predeterminado: [property = 
AutoNum=1;StartNum=1;Increment=1; ]  
GAD_ID INTEGER Public «column» Predeterminado:  
CLI_CEDULA_RUC VARCHAR Public 
«column» 
Predeterminado:    
CLI_NOMBRES VARCHAR Public 
«column» 
Predeterminado:  
CLI_APELLIDOS VARCHAR Public 
«column» 
Predeterminado:    
CLI_TELEFONO VARCHAR Public 
«column» 
Predeterminado:  
CLI_DIRECCION VARCHAR Public 
«column» 
Predeterminado:  
CLI_CELULAR VARCHAR Public 
«column» 
Predeterminado:  
AUD_USU_CREA INTEGER Public 
«column» 
Predeterminado:  













PK_cliente() Public INTEGER [in] CLI_ID 
FK_RELATIONSHIP_53() Public INTEGER [in] GAD_ID  
FK_RELATIONSHIP_53() Public INTEGER [in] GAD_ID  
  
control_despacho 
Tipo:  Clase     
Propiedades Personalizadas 
 isActive = Falso 
Valores Etiquetados 
 Type = InnoDB.   
  
Atributos 
Atributo Restricciones y etiquetas  
BOM_ID INTEGER Public «column» Predeterminado:  
EMP_ID INTEGER Public «column» Predeterminado:  
AUD_USU_CREA INTEGER Public 
«column» 
Predeterminado:  
AUD_USU_MODI INTEGER Public 
«column» 
Predeterminado:  
AUD_FECHA_CREA DATETIME Public 
«column» 
Predeterminado:  










Tipo:  Clase     
Propiedades Personalizadas 
 isActive = Falso 
Valores Etiquetados 
 Type = InnoDB.   
  
Atributos 
Atributo Restricciones y etiquetas  
CTL_ID INTEGER Public «column» Predeterminado: [property = 
AutoNum=1;StartNum=1;Increment=1; ]  













CTL_PLACA_AUTO VARCHAR Public 
«column» 
Predeterminado:  

























VARCHAR Public «column» 
Predeterminado:  
CTL_DIRECCION_GASOLINERA 





CTL_BOMBA VARCHAR  Public «column» Predeterminado:  
CTL_GASOLINERA VARCHAR Public 
«column» 
Predeterminado:  







Public  «column» 
Predeterminado:  
CTL_NUMERO_GALONES_DESPACHA












PK_control_despacho_central() Public INTEGER [in] CTL_ID  
  
despacho 
Tipo:  Clase     
Propiedades Personalizadas 
 isActive = Falso 
Valores Etiquetados 
 Type = InnoDB.   
  
Conecciones 
Conector Origen Destino 
Asociación  (PADE_CODIGO 





Public PK_parametro_detalle  
parametro_detalle 
Atributos 
Atributo Restricciones y etiquetas  
DES_ID INTEGER Public «column» Predeterminado:  
INV_ID INTEGER Public «column» Predeterminado:  
VEH_ID INTEGER Public  «column» Predeterminado:  
PADE_CODIGO VARCHAR Public «column» Predeterminado:  
BOM_ID INTEGER Public «column» Predeterminado:  
GAD_ID INTEGER Public «column» Predeterminado:  
DES_FECHA DATETIME Public «column» Predeterminado:  
DES_OBSERVACIONES VARCHAR Public «column» Predeterminado: 
DES_ESTADO VARCHAR Public «column» Predeterminado:  
 133 
 
Atributo Restricciones y etiquetas  
DES_GALONES DECIMAL Public «column» Predeterminado:  
DES_VALOR DOUBLE Public «column» Predeterminado:  
AUD_USU_CREA INTEGER Public  «column» Predeterminado:  
AUD_USU_MODI INTEGER Public  «column» Predeterminado:  
AUD_FECHA_CREA DATETIME Public  «column» Predeterminado:  
AUD_FECHA_MODI DATETIME Public «column» Predeterminado:  
DES_ESTADO_REMOTO VARCHAR Public «column» Predeterminado:  
Operaciones 
Metodo Parámetros 
PK_despacho() Public INTEGER [in] DES_ID  
INTEGER [in] GAD_ID  
FK_RELATIONSHIP_49() Public VARCHAR [in] PADE_CODIGO  
FK_RELATIONSHIP_49() Public VARCHAR [in] PADE_CODIGO 
  
empleado 
Tipo:  Clase     
 
Propiedades Personalizadas 
 isActive = Falso 
Valores Etiquetados 
 Type = InnoDB.   
  
Conecciones 
Conector Origen Destino 
Asociación    Public  empleado Public  usuario 
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Conector Origen Destino 
Origen -> Destino   
Atributos 
Atributo Restricciones y etiquetas  
EMP_ID INTEGER Public «column» Predeterminado:  [property = 
AutoNum=1;StartNum=1;Increment=1; ]  
PADE_CODIGO VARCHAR Public 
«column» 
Predeterminado: 
GAD_ID INTEGER Public «column» Predeterminado:  
EMP_NOMBRES VARCHAR Public 
«column» 
Predeterminado:  
EMP_APELLIDOS VARCHAR Public 
«column» 
Predeterminado:  
EMP_CEDULA VARCHAR Public 
«column» 
Predeterminado:  
EMP_CELULAR VARCHAR Public 
«column» 
Predeterminado:  
EMP_TELEFONO VARCHAR Public 
«column» 
Predeterminado:  
EMP_DIRECCION VARCHAR Public 
«column» 
Predeterminado:  

























PK_empleado() Public INTEGER [in] EMP_ID  
  
gasolinera 
Tipo:  Clase     
Propiedades Personalizadas 
 isActive = Falso 
Valores Etiquetados 
 Type = InnoDB.   
  
Conecciones 
Conector Origen Destino 
Asociación  
(ID_LUGAR = 






Asociación  (GAD_ID = 






Asociación  (GAD_ID = 







Conector Origen Destino 
Destino 
Asociación  (GAD_ID = 






Asociación  (GAD_ID = 






Asociación    
Origen -> Destino 
Public FK_RELATIONSHIP_53 
cliente 
Public  gasolinera 
Asociación  (GAD_ID = 







Atributo Restricciones y etiquetas  
GAD_ID INTEGER Public «column» Predeterminado:  [property = 
AutoNum=1;StartNum=1;Increment=1; ]  










AUD_USU_CREA INTEGER Public 
«column» 
Predeterminado:  





Atributo Restricciones y etiquetas  
AUD_FECHA_CREA DATETIME Public  
«column» 
Predeterminado:  
AUD_FECHA_MODI DATETIME Public 
«column» 
Predeterminado:  





PK_gasolinera() Public INTEGER [in] GAD_ID  
FK_RELATIONSHIP_37() Public INTEGER [in] ID_LUGAR  
FK_RELATIONSHIP_37() Public INTEGER [in] ID_LUGAR  
  
inventario_tag 
Tipo:  Clase     
Propiedades Personalizadas 
 isActive = Falso 
Valores Etiquetados 
 Type = InnoDB.   
  
Conecciones 
Conector Origen Destino 
Asociación  (GAD_ID = AD_ID) 







Atributo Restricciones y etiquetas  
INV_ID INTEGER Public «column» Predeterminado: [property = 
AutoNum=1;StartNum=1;Increment=1; ]  
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Atributo Restricciones y etiquetas  
GAD_ID INTEGER Public  «column» Predeterminado:  
INV_TAG VARCHAR Public  «column» Predeterminado:  
INV_DESCRIPCION VARCHAR Public 
«column» 
Predeterminado:  
AUD_USU_CREA INTEGER Public 
«column» 
Predeterminado:  
AUD_USU_MODI INTEGER Public 
«column» 
Predeterminado:  
AUD_FECHA_CREA DATETIME Public 
«column» 
Predeterminado:  






PK_inventario_tag() Public INTEGER [in] INV_ID  
FK_RELATIONSHIP_54() Public INTEGER [in] GAD_ID  
FK_RELATIONSHIP_54() Public INTEGER [in] GAD_ID  
  
lugar_geografico 
Tipo:  Clase     
Propiedades Personalizadas 
 isActive = Falso 
Valores Etiquetados 





Conector Origen Destino 
Asociación  (ID_LUGAR = 

















Atributo Restricciones y etiquetas  
ID_LUGAR INTEGER Public «column» Predeterminado: [property = 
AutoNum=1;StartNum=1;Increment=1; ]  
LUG_ID_LUGAR INTEGER Public 
«column» 
Predeterminado:  
DES_CORTA VARCHAR Public «column» Predeterminado:  
DES_LARGA VARCHAR Public «column» Predeterminado:   
NIVEL VARCHAR Public  «column» Predeterminado:  
AUD_USU_CREA INTEGER Public 
«column» 
Predeterminado:  




AUD_FECHA_CREA DATETIME Public  
«column» 
Predeterminado:  









PK_lugar_geografico() Public INTEGER [in] ID_LUGAR  
FK_RELATIONSHIP_28() Public INTEGER [in] LUG_ID_LUGAR  
FK_RELATIONSHIP_28() Public INTEGER [in] LUG_ID_LUGAR  
  
param 
Tipo:  Clase     
Propiedades Personalizadas 
 isActive = Falso 
Valores Etiquetados 
 Type = InnoDB.   
Conecciones 
Conector Origen Destino 
Asociación  (GAD_ID = 






Atributo Restricciones y etiquetas  
PAR_ID INTEGER Public  «column» Predeterminado: [property = 
AutoNum=1;StartNum=1;Increment=1; ]  
GAD_ID INTEGER Public «column» Predeterminado:  
PAR_NEMONICO VARCHAR Public «column» Predeterminado:  
PAR_DESCRIPCION VARCHAR Public 
«column» 
Predeterminado:  
PAR_VALOR VARCHAR Public «column» Predeterminado:  
Operaciones 
Metodo Parámetros 




FK_REFERENCE_46() Public INTEGER [in] GAD_ID  
FK_REFERENCE_46() Public INTEGER [in] GAD_ID  
  
parametro 
Tipo:  Clase     
Propiedades Personalizadas 
 isActive = Falso 
Valores Etiquetados 
 Type = InnoDB.  
  
Conecciones 
Conector Origen Destino 
Asociación  (PARA_ID = 







Atributo Restricciones y etiquetas  
PARA_ID INTEGER Public «column» Predeterminado:  
PARA_DES_CORTA VARCHAR Public 
«column» 
Predeterminado:  
PARA_DES_LARGA VARCHAR Public 
«column» 
Predeterminado:  
PARA_SIMBOLO VARCHAR Public 
«column» 
Predeterminado:  
AUD_USU_CREA INTEGER Public 
«column» 
Predeterminado:  
AUD_USU_MODI INTEGER Public Predeterminado:  
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Atributo Restricciones y etiquetas  
«column» 
AUD_FECHA_CREA DATETIME 







PK_parametro() Public INTEGER [in] PARA_ID  
  
parametro_detalle 
Tipo:  Clase     
Propiedades Personalizadas 
 isActive = Falso 
Valores Etiquetados 
 Type = InnoDB.   
  
Conecciones 
Conector Origen Destino 
Asociación  
(PADE_CODIGO = 







Asociación  (PARA_ID = 





























Atributo Restricciones y etiquetas  
PADE_CODIGO VARCHAR Public  «column» Predeterminado:    
PARA_ID INTEGER Public «column» Predeterminado:  
PADE_DES_CORTA VARCHAR Public «column» Predeterminado:  
PADE_DES_LARGA VARCHAR Public  «column» Predeterminado:  
AUD_USU_CREA INTEGER Public  «column» Predeterminado:  
AUD_USU_MODI INTEGER Public  «column» Predeterminado:  
AUD_FECHA_CREA DATETIME Public  «column» Predeterminado:   
AUD_FECHA_MODI DATETIME Public  «column» Predeterminado:  
Operaciones 
Metodo Parámetros 
PK_parametro_detalle() Public VARCHAR [in] PADE_CODIGO  
FK_RELATIONSHIP_8() Public INTEGER [in] PARA_ID  
FK_RELATIONSHIP_8() Public INTEGER [in] PARA_ID  
  
perfil_recurso 
Tipo:  Clase     
Propiedades Personalizadas 





 Type = InnoDB.   
  
Conecciones 
Conector Origen Destino 
Asociación    
Origen -> Destino 
Public  perfil_recurso 
  




Atributo Restricciones y etiquetas  
PADE_CODIGO VARCHAR Public «column» Predeterminado:  
PAR_PADE_CODIGO VARCHAR Public 
«column» 
Predeterminado:  
AUD_USU_CREA INTEGER Public «column» Predeterminado:  
AUD_USU_MODI INTEGER Public «column» Predeterminado:  
AUD_FECHA_CREA DATETIME Public  
«column» 
Predeterminado:  





PK_perfil_recurso() Public VARCHAR [in] PADE_CODIGO  
VARCHAR [in] PAR_PADE_CODIGO  
  
turno 
Tipo:  Clase     
Propiedades Personalizadas 





 Type = InnoDB.   
  
Conecciones 
Conector Origen Destino 
Asociación  (GAD_ID = 





Public PK_gasolinera gasolinera 
  
Atributos 
Atributo Restricciones y etiquetas  
TUR_ID INTEGER Public «column» Predeterminado: [property = 
AutoNum=1;StartNum=1;Increment=1; ]  
GAD_ID INTEGER Public  «column» Predeterminado:  
TUR_DESCRIPCION VARCHAR Public 
«column» 
Predeterminado:  
AUD_USU_CREA INTEGER Public 
«column» 
Predeterminado:  
AUD_USU_MODI INTEGER Public 
«column» 
Predeterminado:  
AUD_FECHA_CREA DATETIME Public 
«column» 
Predeterminado:  





PK_turno() Public INTEGER [in] TUR_ID  
FK_RELATIONSHIP_52() Public INTEGER [in] GAD_ID  





Tipo:  Clase     
Propiedades Personalizadas 
 isActive = Falso 
Valores Etiquetados 
 Type = InnoDB.   
  
Conecciones 










Asociación  (GAD_ID = 





Public PK_gasolinera gasolinera  
Asociación    
Origen -> Destino  
Public  perfil_recurso Public  usuario 
Asociación    
Origen -> Destino  
Public  empleado 
  
Public  usuario 
Atributos 
Atributo Restricciones y etiquetas  
USU_ID INTEGER Public «column» Predeterminado: [property = 
AutoNum=1;StartNum=1;Increment=1; ]  
PADE_CODIGO VARCHAR Public 
«column» 
Predeterminado:  
GAD_ID INTEGER Public  «column» Predeterminado:  





Atributo Restricciones y etiquetas  
USU_LOGIN VARCHAR Public «column» Predeterminado:  
USU_PASSWORD VARCHAR Public 
«column»  
Predeterminado:  
AUD_USU_CREA INTEGER Public 
«column» 
Predeterminado:  
AUD_USU_MODI INTEGER Public 
«column» 
Predeterminado:  
AUD_FECHA_CREA DATETIME Public 
«column» 
Predeterminado:  
AUD_FECHA_MODI DATETIME Public 
«column» 
Predeterminado:  
PAR_PADE_CODIGO VARCHAR Public  
«column» 
Predeterminado:  
EMP_ID INTEGER Public «column» Predeterminado:  
Operaciones 
Metodo Parámetros 
PK_usuario() Public INTEGER [in] USU_ID  
FK_RELATIONSHIP_47() Public VARCHAR [in] PADE_CODIGO  
FK_RELATIONSHIP_50() Public INTEGER [in] GAD_ID  
FK_RELATIONSHIP_47() Public VARCHAR [in] PADE_CODIGO  
FK_RELATIONSHIP_50() Public INTEGER [in] GAD_ID  
  
vehiculo 
Tipo:  Clase     
Propiedades Personalizadas 





 Type = InnoDB.   
  
Conecciones 
Conector Origen Destino 
Asociación    
Origen -> Destino  
Public  cliente  Public  vehiculo 
Atributos 
Atributo Restricciones y etiquetas  
INV_ID INTEGER Public «column» Predeterminado:  
VEH_ID INTEGER Public «column» Predeterminado: [property = 
AutoNum=1;StartNum=1;Increment=1; ] 
PADE_CODIGO VARCHAR Public «column» Predeterminado:    
CLI_ID INTEGER Public «column» Predeterminado:  
VEH_MODELO VARCHAR Public «column» Predeterminado:  
VEH_CILINDRAJE VARCHAR Public 
«column» 
Predeterminado:  
VEH_NO_PASAJEROS SMALLINT Public 
«column» 
Predeterminado:  
VEH_PLACA VARCHAR Public «column» Predeterminado:  
AUD_USU_CREA INTEGER Public «column» Predeterminado: 
AUD_USU_MODI INTEGER Public «column» Predeterminado:  
AUD_FECHA_CREA DATETIME Public 
«column» 
Predeterminado:  
AUD_FECHA_MODI DATETIME Public Predeterminado:  
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PK_vehiculo() Public INTEGER [in] VEH_ID  
  
 
Tipo:  Paquete  











 isActive = Falso 
Valores Etiquetados 
 Type = InnoDB.   
  
Atributos 
Atributo Restricciones y etiquetas  
CTL_ID INTEGER Public «column» Predeterminado: [property = 
AutoNum=1;StartNum=1;Increment=1; ]  
CTL_MARCA_AUTO VARCHAR Public 
«column» 
Predeterminado:  









CTL_PLACA_AUTO VARCHAR Public 
«column» 
Predeterminado:  










Public  «column» 
Predeterminado:  
CTL_DIRECCION_CLIENTE VARCHAR 












VARCHAR Public «column» 
Predeterminado:  
CTL_DIRECCION_GASOLINERA  





CTL_BOMBA VARCHAR Public «column» Predeterminado:  
CTL_GASOLINERA VARCHAR Public 
«column» 
Predeterminado:  










DOS INTEGER Public  «column» 
Predeterminado:  
CTL_VALOR_DESPACHO DOUBLE 
Public  «column» 
Predeterminado:  








PK_control_despacho_central() Public INTEGER [in] CTL_ID 
  
usuario 
Tipo:  Clase     
Propiedades Personalizadas 
 isActive = Falso 
Valores Etiquetados 
 Type = InnoDB.   
  
Atributos 
Atributo Restricciones y etiquetas  
USU_ID INTEGER Public «column» Predeterminado:  
USU_DESCRIPCION VARCHAR Public 
«column» 
Predeterminado:  
USU_LOGIN VARCHAR Public «column» Predeterminado:  





PK_usuario() Public INTEGER [in] USU_ID  








ANEXO B: MANUAL DE USUARIO 
  
1. INTRODUCCIÓN 
Este manual es una guía de consulta para el especialista en el área computacional ya que el presente 
se refiere a la forma de instalación del Sistema de Control de Venta de Combustibles Líquidos 
Derivados de Hidrocarburos para la provincia del Carchi con tecnología RFID en un ambiente de 
trabajo para que sea accesible por todos los usuarios del sistema. 
El presente sistema constituye la finalización de varios meses de trabajo que dieron lugar al 
desarrollo del software que ayudara en los procesos de venta de combustible líquidos derivados de 
hidrocarburos a los clientes de las diferentes estaciones de servicios de la provincia del Carchi. 
Para esto se recomienda primero leer las instrucciones antes de realizar la ejecución. En este 







El sistema cuenta con tres proyectos en el cual podemos identificar dos partes principales, uno de 
Administración realizado en JAVA Desktop, donde se gestiona los datos de la gasolinera, como 
son los clientes  y trabajadores, y se realiza el despacho. El otro desarrollado en JAVA Web donde 
se visualizan los reportes de manera online.  
Inicialmente, procedemos a gestionar los datos de la gasolinera, por lo cual ejecutamos el proyecto 
de Administración, dando paso a la página inicial, donde se observara 3 opciones, Administración 
que gestiona todos los datos referentes al personal de la gasolinera y sus clientes; Despacho que 
establece la  conexión entre el dispositivo RFID y la aplicación, y visualiza los datos;  y Salir que 
dará fin a la aplicación. 
 




Cuando se accede a la opción Administración, la aplicación muestra una ventana de logueo. Para 









La cual contendrá los menús de Sistema, con el submenú Salir; Opciones, con los submenús 
Empleado, Cliente, Parametrización, Recurso por Perfil, Lugar Geográfico, Inventario Tag, 
Usuario y Gasolinera; Reportes con los submenús de Galones por Bomba y Galones por 
Empleados; y el menú Help con información sobre el sistema. 
3.1.1 Opciones Generales 
 Antes de explicar cada elemento del menú Opciones se tratará aspectos en común de cada ventana, 
como son las opciones Limpiar datos, Guardar, Eliminar, Reporte y Cerrar Ventana. 
3.1.1.1 Limpiar 
 
















La opción Reporte te muestra un documento pdf con los datos de los registros insertados. 
 
 




La opción Cerrar Ventana te permite cerrar el formulario abierto recientemente. 
A continuación se explica cada elemento del menú Opciones: 
 
3.1.2 Empleado 
La opción Empleado muestra una ventana para insertar la información de los empleados de la 
gasolinera: código (que será autogenerado), nombre y apellidos, cedula, dirección, teléfono 
convencional y celular, turno, bomba asignada y estado. Con las opciones de Limpiar datos, 




La opción Cliente muestra una ventana para insertar la información de los clientes de la gasolinera: 
código (que será autogenerado), nombre y apellidos, cedula, dirección, teléfono convencional y 






La opción Vehículo permite asignarle un vehículo al cliente seleccionado en la tabla, con los 
siguientes datos: código (que será autogenerado), tag, marca, modelo, cilindraje, número de 
pasajeros, placa y tipo de combustibles. Contiene las mismas opciones mencionada anteriormente 






La opción Parametrización contiene parámetros utilizados en el funcionamiento del sistema para 





3.1.5 Recurso por Perfil 
La opción Recurso por Perfil muestra una ventana de selección para escoger los recursos que van 





3.1.6 Lugar Geográfico 
La opción Lugar Geográfico permite insertar los lugares geográficos que facilita la localización de 
la gasolinera,  con los siguientes datos: código (que será autogenerado), padre, descripción corta, 





3.1.7 Inventario Tag 
La opción Inventario Tag permite insertar los tag que se registra en cada gasolinera, con los 
siguientes datos: código (que será autogenerado), tag, y un código que se detectara 






La opción Usuario permite insertar los usuarios que acceden a la gasolinera,  con los siguientes 
datos: código (que será autogenerado), perfil, descripción, login, password y empleado otorgado. 






La opción Gasolinera permite insertar las gasolineras con sus respectivos  datos: código (que será 
autogenerado), ciudad, descripción, dirección, observación y la cantidad de galones por tipo. 
Contiene las mismas opciones mencionada anteriormente menos la opción Reporte, y se le añade la 
opción Bomba Gasolina. 
 
 
3.1.10 Bomba Gasolina 
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La opción Bomba Gasolina permite asignarle bombas a la gasolinera seleccionada en la tabla, con 
los siguientes datos: código (que será autogenerado), tipo de gasolina que despacha, descripción y 






Una vez terminada el proceso de Gestión de los datos de los elementos de  la gasolinera se procede 
a acceder a la opción Reportes de la Ventana Principal. Este contiene dos reportes Galones por 
Bomba y Galones por Empleados. Cuando accedemos a cualquiera de ellos se visualiza una 






Cuando se accede al botón Consultar se visualiza el reporte seleccionado con el mismo formato 
especificado en la figura 54. “Ventana de Reporte”. 
 
3.1.13 




La opción Sistema permite la salida de la aplicación. 
3.2 Despacho 
Una vez gestionado toda la información del personal y los clientes de la gasolinera, se procede a 
despachar al cliente, para eso se accede, desde la Ventana de Bienvenida (fig. 50), a la opción 
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Despacho. La cual mostrará la ventana de Logueo (fig. 51) en la que utilizaremos como usuario 
usudespacho y contraseña usudespacho; posteriormente aparece la siguiente pantalla, en donde se 
encuentran los botones de Nuevo Cliente y Activar RFID. 
 
3.2.1 Activar RFID 
Esta opción nos permite la comunicación con el dispositivo RFID para la detección de los 
vehículos que poseen tag. Una vez detectado se visualizará en dicha pantalla los datos del cliente y 
del vehículo, como son: tag, nombre y apellidos del cliente, placa del vehículo, galones 
despachados, tipo de gasolina y el valor en usd. Debemos ingresar los galones de consumo y dar 
clic en el botón que nos indica el tipo de combustible del cual se abasteció. 
3.2.2 Cliente Nuevo 
 Mediante esta opción podemos despachar a clientes que no poseen tag, para ello se nos activa la 
opción de ingresar la placa del vehículo, realizada esta operación procedemos al despacho como en 
el caso anterior, ingresando los galones de consumo y escogiendo el tipo de combustible. 
 






En la parte Web se realizan consultas para garantizar el monitoreo de las gasolineras.  
3.3.1 Ingresar al sistema 














En esta pantalla podemos observar que tenemos dos opciones: Consultas y Gerenciales cada una de 
ellas con submenús que detallamos a continuación: 
3.3.2 Consultas 
En esta parte encontramos diferentes reportes como son: General, Vehículos Abastecidos, 
Vehículos Rechazados, Consumo por Placa, Consumo por Cliente. 
3.3.3 Gerenciales 
Tenemos reportes gráficos, que nos ayudarán a la toma de decisiones como son: Cantidad de 
despachos y rechazos en las diferentes gasolineras, abastecimiento por mes y tipo de combustible, 
rechazos por mes en cada una de las gasolineras. 
Estos reportes permiten la entrada de parámetros: gasolinera, fecha inicial, fecha final. Luego se 







Este tipo de reportes tiene un botón para exportar y poderlos guardar en formato pdf y Excel como 






























El propósito de este documento es definir los requerimientos específicos del Sistema de control de 
venta de combustibles líquidos derivados de hidrocarburos para la provincia del Carchi con 
tecnología RFID (que de aquí en adelante será mencionado como “el Sistema”) y detallar las 
especificaciones de las características, capacidades y atributos críticos del sistema propuesto. Está 
diseñado para ser leído por los directivos y personal de informática de la con el propósito de 
evaluar los beneficios y la factibilidad de la aplicación propuesta.  






El Sistema será responsable de permitir identificar los diferentes vehículos que se abastecen 
diariamente de combustible en las estaciones de servicio de la provincia del Carchi, además de 
limitar el consumo. 
 
Organización del documento 
Las siguientes secciones de este documento describen todos los requerimientos del sistema, 
incluyendo requerimientos funcionales y requerimientos no funcionales. 
• La sección 2 describe las restricciones y suposiciones del proyecto. 
• La sección 3 contiene una descripción de los riesgos conocidos y como se pueden mitigar. 
• La sección 4 describe los requerimientos funcionales (RFs) del Sistema. La mayoría de los RFs 
existen para soportar directamente los procesos del negocio; algunos existen para soportar la 
operación correcta del propio Sistema. Todos los requerimientos funcionales se describen en 
términos de casos de uso. 
• La sección 5 describe los requerimientos no-funcionales (RNFs) del Sistema. 
 
Formas de cambios de ingeniería 
 
Dada la naturaleza del Sistema, no se prevé que existan cambios importantes en los requerimientos 




o Entrevista con funcionarios de la Agencia de Regulación y Control 
Hidrocarfurífero – Regional Norte. 
o Entrevistas con un número razonable de personas que abstecen diariamente sus 




Restricciones y Suposiciones 
 
Las siguientes subsecciones proporcionan detalles adicionales en el desarrollo del sistema. 
Proceso de desarrollo y Restricciones del Equipo de Desarrollo 
 
 El Sistema constará tanto de una aplicación de escritorio la que me permitirá 
administrar y realizar el despacho del combustible en cada una de las estaciones de 
servicios, como una aplicación web para realizar el monitoreo de todas las estaciones. 
 
Restricciones de Tecnología de Hardware 
 
 Se deben utilizar las computadoras personales en cada una de las bombas de las estaciones 
de servicio. 
 La Base de Datos que contendrá la información de los clientes deberá ser implementada 
utilizando el DBMS MySql. 












 La conexión al sistema desde la web es crítica para la correcta operación del Sistema. 
Cualquier falla de esta conexión no permitirá que se tenga una correcta confiabilidad 
de datos. A reserva del estudio de la arquitectura del Sistema, en este momento se 
visualiza la posibilidad de instalar una conexión adicional de respaldo, para minimizar 
este riesgo. 
 El Sistema puede que sea ejecutado en un navegador web nuevo o no contemplado. 
Para mitigar este riesgo, se harán pruebas con el prototipo arquitectónico del Sistema 
tan pronto como sea posible, en los navegadores más utilizados en el mercado, como 
Internet Explorer, FireFox,Google Chrome, Opera. El riesgo de que falle el sistema si 
se utiliza un navegador no probado, sigue latente y puede que la aplicación no funcione 
de manera parcial o total. 
 El riesgo de accesos no autorizados por personas ajenas existe como prácticamente en 
todos los sistemas. En el proceso de definición de la arquitectura del Sistema deberá 
tomarse en cuenta este punto, a fin de mitigar el riesgo. Hay que considerar que se 
prevé la posibilidad de que ciertos clientes tengan acceso a partes del sistema, lo que 
hace este riesgo todavía más elevado. 
 El riesgo de una falla de conexión a la base de datos haría que el sistema deje de 
funcionar ya que esta es vital para la autentificación de usuarios como para guardar la 
información necesaria de cada usuario, el equipo de desarrollo hará las pruebas 




Como el Sistema será desarrollado en su totalidad por Jefferson Portilla, no se visualizan riesgos de 







Igual que en el punto anterior, consideramos tener el personal capacitado para llevar a cabo el 
desarrollo, pero para mitigar el riesgo de falta de habilidades en un momento dado, se cuenta con 




Los requerimientos del Sistema son bastante claros y han sido bien comprendidos por lo que no se 
visualizar un riesgo mayor en este rubro. 
Sin embargo, el riesgo estriba en la posibilidad de nuevos requerimientos, debemos estar muy 




En esta sección clasificamos las características principales del Sistema en 3 categorías.  
 




a) El sistema debe permitir el registro de los empleados que trabajan en la 
estación de servicio. 
b) El sistema debe permitir el registro de clientes para cada una de las 
estaciones de servicio. 
c) El sistema deberá permitir el registro de vehículos correspondiente a los 
clientes antes mencionados. 
d) El sistema deberá permitir el registro de los diferentes tags asignados a cada 
uno de los vehículos. 
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e) El empleado tendrá una clave de acceso para ingresar al sistema.  
 
f) El sistema debe permitir leer información del tag para identificar la placa del 
vehículo y propietario. 
 
g) El sistema debe generar un valor máximo de consumo de combustible y 
verificar cada vez que va a despachar. 
 
h) El sistema deberá guardar la información de consumo de combustible, 
cliente, y gasolinera en la cual se abasteció. 
 




Su trabajo consiste en realizar la administración del sistema, es decir deberá registrar empleados, 
asignarles usuarios y recursos; registrar clientes, con sus respectivos vehículos y tags 
correspondientes; además registrar el lugar geográfico en donde se encuentra la estación de 





Su trabajo básicamente consiste en el abastecimiento de combustible a los diferentes vehículos. El 
despachador es una persona con un perfil de nivel medio-superior, con lo que haremos una interfaz 
intuitiva y fácil de usar para que puedan manejar el sistema. Debemos pensar asimismo que el 
Sistema deberá contar con un tutorial de manera que será muy fácil  capacitar a los despachadores 






Su trabajo consiste en realizar monitoreos continuos del abastecimiento de combustible en cada una 
de las gasolineras, para de esta manera determinar lo que sucede y poder tomar decisiones. 
 
 
Casos de Uso 
 Cada caso de uso tiene un identificador de la forma 
<ClavePrioridad><Número> 
Donde el Número es un consecutivo de identificación y la Clave de Prioridad puede ser: 
 E Esencial – requerimientos que hay que satisfacer para que el Sistema pueda ser 
puesto en operación, se deben realizar en la primera iteración del proceso de desarrollo. 
 R Requerido – se requiere satisfacer los requerimientos para que el Sistema pueda ser 
completamente funcional. Pueden ser realizados en iteraciones posteriores. 
 D Deseable - Requerimientos que se satisfarán en las iteraciones finales del desarrollo 
del Sistema. 
Caso de Uso Prioridad Núm. Descripción 
Logueo E 1 Permite ingresar al sistema ya sea como 
administrador o despachador. 
Empleado E 2 Permite al administrador registrar, 
modificar y borrar detalles de los 
empleados. 
Cliente E 3 Permite al administrador registrar, 
modificar y borrar detalles de los 
clientes.  
Parametrización D 1 Permite al administrador generar y 
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modificar parámetros para que el 
sistema sea más fácil de usar. 
Recurso R 1 Permite al administrador asignar o 
quitar diferentes recursos según el 
empleado. 
Lugar geográfico E 4 Permite al administrador registrar y 
modificar los lugares geográficos en el 
cual se encuentra la estación de 
servicio. 
Inventario tag E 5 Permite al administrador llevar el 
registro de los diferentes tags. 
Usuario E 6 Permite al administrador asignar un 
usuario y contraseña a cada uno de los 
empleados. 
Gasolinera E 7 Permite al administrador registrar, 
modificar detalles de la gasolinera.  
Despacho E 8 Permite al despachador registrar los 
diferentes vehículos abastecidos. 
Consultas Web E 9 Permite al monitoreador tener 
información en tiempo real  del 





Subsistema Descripción/Caso de Uso 
MonitoreoWeb Este sitio web permite al monitoreador 
obtener información del despacho de 
combustible en cada una de las gasolineras.. 
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Soporta los RF’s: E9 
SistemaRFID El sistema permite al administrador y 
despachadores controlar el despacho de 
combustible. 
Soporta los RF’s: E1, E2, E3, E4, E5, E6, 
E7, E8, R1, D1. 
 
 
Requerimientos no funcionales 
 
Caso de Uso Relacionado Descripción del RNF 
E8 El sistema deberá poder manejar hasta 10 
despachadores en cada gasolinera. 
E1, E2, E3, D1, R1, E4, E5, E6, E7, E8, E9 Debe haber por lo menos 100gb de 
almacenamiento para almacenar la 
información correspondiente. 
E5 El tiempo de respuesta de la comunicación 
con el dispositivo RFID deberá ser de máximo 
10 segundos. 
E8, E9  El sistema deberá contar con una red de 
internet de 128 kbps para la conectividad de 
lso clientes con nuestra aplicación. 
E1, E2, E3, D1, R1, E4, E5, E6, E7, E8, E9 El sistema deberá estar disponible 24/7 (24 







MATERIALES DE REFERENCIA 
Glosario de Términos. 
 
A 
Arquitectura: En tecnologías de la información (TI), en lo que refiere a computadores y redes, 
arquitectura es un término que se aplica al proceso y resultado de pensar y especificar la estructura, 
componentes lógicos, e interrelaciones lógicas de un computador, sistema operativo,  red u otro 
concepto. 
 
Automatización. Sistema diseñado con el fin de usar la capacidad de las máquinas para llevar a 
cabo determinadas tareas anteriormente efectuadas por seres humanos, y para controlar la 
secuencia de las operaciones sin intervención humana.  
 
API (Interfaz de programación de aplicaciones, Application Programming Interface). Una 
especificación de convenciones de llamadas a funciones que define una interfaz para un servicio. 
 
AJAX: Asynchronous JavaScript And XML. Es una técnica de desarrollo web para crear 
aplicaciones web interactivas. Ajax no es una tecnología en sí, sino un término que se refiere al uso 
de un grupo de tecnologías juntas, como son por ejemplo: XHTML (o HTML), Javascript, 
XMLHttpRequest entre otras. 
  
B 
Base de datos: Conjunto de datos que pertenecen al mismo contexto almacenados 
sistemáticamente. En una base de datos, la información se organiza en campos y registros.  
 
Browser: Navegador para visualizar todo tipo de información del internet con funcionalidades 





Casos de uso: Es una especificación de pasos o actividades necesarias para realizar un proceso. 
 
Código Fuente: Declaraciones de programación creadas mediante un editor de texto o una 
herramienta visual de programación. 
 
Cliente/Servidor: Relación entre dos programas computacionales en el cual un programa, el 
cliente, pide un servicio a otro programa, el servidor, el cual satisface el requerimiento. En una red, 
el modelo cliente/servidor provee una manera conveniente para interconectar programas que están 
distribuidos en diferentes lugares.  
 
Contraseña: Forma de autentificación utilizada para ingresar a un sistema restringido. Pueden 
contener caracteres alfanuméricos e incluso algunos otros símbolos. 
 
D 
Descomprimir: Acción en la cual se desempaqueta archivos que anteriormente han sido 
empaquetados, y habitualmente también comprimidos, con objeto de que ocupen menos espacio en 
disco y se precise menos tiempo para enviarlos por la red. 
 
E 
Estándar: Reglas y normas que sirven para mantener o guiar algo determinado. 
 
Excel: Hoja de cálculo, perteneciente a Microsoft, utilizada para realizar fórmulas matemáticas y 
cálculos aritméticos exhaustivos, o simplemente bases de datos con menos de 65mil registros. No 





Hardware: Componentes físicos que intervienen en el desarrollo del sistema. 
 
HTTP: En inglés Hypertext Transfer Protocol. Protocolo de Transferencia de Hipertexto. HTTP es 
un protocolo con la ligereza y velocidad necesaria para distribuir y manejar sistemas de 
información hipermedia.  
 
I 
Internet: Interconexión de redes grandes y chicas alrededor del mundo. El Internet empezó en 
1962 como una red para los militares llamada ARPANet, para que en sus comunicaciones no 
existan puntos de falla. Con el tiempo fue creciendo hasta convertirse en lo que es hoy en día, una 
herramienta de comunicación con decenas de miles de redes de computadoras unidas por el 
protocolo TCP/IP. 
 
IP: Internet Protocol, Protocolo de Internet. Conjunto de reglas que regulan la transmisión de 
paquetes de datos a través de Internet. El IP es la dirección numérica de una computadora en 
Internet de forma que cada dirección electrónica se asigna a una computadora conectada a Internet 
y por lo tanto es única.  
 
J 
Java: Lenguaje de programación que permite ejecutar programas escritos en un lenguaje muy 
parecido al C++. Java fue originalmente desarrollado por Sun Microsystems y su principal objetivo 
fue crear un lenguaje que fuera capaz de ser ejecutado de una forma segura a través de Internet.  
 
JDK  (Java Development Kit):  Se trata de un conjunto de programas y librerías, que permiten 
desarrollar, compilar y ejecutar programas en Java. 
 
JDBC (Java DataBase Connectivity): API de Java que permite al programador ejecutar 
instrucciones en lenguaje estándar de acceso a Bases de Datos, SQL (Structured Query Language, 
 184 
 
lenguaje estructurado de consultas), que es un lenguaje de muy alto nivel que permite crear, 
examinar, manipular y gestionar Bases de Datos relacionales. 
 
JRE: Acrónimo del ingles "Java Runtime Environment" (Ambiente para Correr Java). También se 
escribe "Java RTE". Java es un lenguaje de programación parecido a C, pero ya que es más nuevo 
no esta incorporado en algunos sistemas operativos. Para solucionar este problema, se puede 
instalar un JRE para que las aplicaciones y applets de Java puedan correr en la computadora. 
 
JSP: Siglas de Java Server Pages o Páginas de servidor de Java, es la tecnología para generar 
páginas web de forma dinámica en el servidor, desarrollado por Sun Microsystems, basado en 
scripts que utilizan una variante del lenguaje java para construir páginas HTML en servidores. 
 
L 
Login: Clave de acceso que se le asigna a un usuario con el propósito de que pueda utilizar los 
recursos de una computadora. El login define al usuario y lo identifica dentro del sistema. 
 
P 
Página Web: Documento o información electrónica adaptada para la WWW y que puede ser 
accedida desde un navegador. 
 
PDF: Portable Document Format (Formato de Documento Portable), formato gráfico creado por la 
empresa Adobe el cual reproduce cualquier tipo de documento en forma digital idéntica, 
permitiendo así la distribución electrónica de los mismos a través de la red en forma de archivos 
PDF. 
 
Plataforma: Compuesta por el Sistema Operativo y el hardware sobre el cual este se ejecuta las 
aplicaciones. También se entiende por plataforma cualquier base tecnológica, que sirve para que 




Programa: Conjunto de instrucciones ordenadas, expresadas en algún lenguaje de programación. 
 
R 
Red: Sistema de comunicación de datos que conecta entre sí sistemas informáticos situados en 
lugares más o menos próximos.  
 
Requerimientos: Especificación de algo que debería ser implementado en el sistema. 
 
S 
Servidor: Programa computacional que provee servicios a otros programas computacionales en la 
misma computadora o en otras. 
 
Servidor Web: Programa informático, que maneja los dominios y páginas web, interpretando 
lenguajes como html y php, entre otros. Ejemplos: Apache y Microsoft IIS. 
 
Servlet: Aplicación Java (applet) la cual se ejecuta en un servidor web y se envía al usuario junto a 
una página web con objeto de realizar determinadas funciones, tales como el acceso a bases de 
datos o la personalización de dicha páginas web. 
 
Sistema Operativo: Programa o conjunto de programas que gestionan recursos de hardware y 
proveen de servicio a las aplicaciones. 
 
Software: Programas en general, aplicaciones, juegos, sistemas operativos, utilitarios, antivirus, 
etc.  
 
SQL: Structured Query Language. Es un lenguaje especializado de programación que permite 





URL (Uniform Resource Locator): Dirección de Internet. Cada recurso (fichero, página Web, 
imagen...) tiene uno propio. En Java existe una clase denominada URL que modeliza esta clase de 
objetos. 
La clase URL pertenece al paquete java.net y tiene una cierta importancia en el desarrollo de las, 
applets puesto que muchos de los métodos de la clase Applets la utilizan para acceder a 
determinado recurso de Internet o para identificarse. 
 
Usuario: Persona que posee una cuenta en una determinada computadora por medio de la cual 
puede acceder a los recursos y servicios que ofrece una red.  
 
X 
XHTML: Siglas del ingles eXtensible HyperText Markup Language. XHTML es básicamente 
HTML expresado como XML valido. Es más estricto a nivel técnico, pero esto permite que 
posteriormente sea más fácil al hacer cambios, buscar errores, etc. 
 
XML: EXtensible Markup Language. Lenguaje Extensible de Marcado. Permite la descripción de 
información contenida en el WWW a través de estándares y formatos comunes, de manera que 
tanto los usuarios de Internet como programas específicos puedan buscar, comparar y compartir 
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