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Los avances tecnológicos de los últimos años han acercado muchas herramientas a la mano 
de muchos usuarios, muestra de esto es que por medio de la red y solo con el uso de 
computadores podemos tener a la mano muchos aplicativos. En los últimos años se ha 
empezado a implementar en las empresas más pequeñas hasta los más grandes sistemas 
de PBX el cual ha acercado la comunicación interna de la empresa a precios mucho más 
bajos los cuales lo que hacen es un avance y desarrollo para la misma empresa. Mientras 
que otros usuarios están empezando a obtener paquetes de tecnología de 
 
IPTV el cual con el uso de una red podemos acercar un sistema cerrado de televisión el cual 
cuenta con una infinidad de servicios para el consumidor, como lo son el video conferencias 
las cuales en este momento se usan mucho también para el aprendizaje a distancia. 
 
Todo lo anterior se maneja por la red pero para hacer posible la transmisión de todos estos 
datos vamos a tener que usar diferentes protocolos de transmisión de datos por lo tanto se 
van a nombrar y conocer la funcionalidad de algunos de ellos los cuales son los más usados 
en la actualidad por lo tanto vamos a conocer los protocolos HTTP, MPLS entre otros, 
además se investiga sobre el protocolo IPV6 el cual es una nueva tecnología que ya está 
empezando a llegar a los países desarrollados y el cual es una facilidad para los prestadores 
de servicio puesto que con IPV6 cuenta con Auto-configuración de los nodos finales, que 
permite a un equipo aprender automáticamente una dirección IPv6 al conectarse a la red por 
lo tanto se están empezando a llagar las redes inteligentes y con un numero casi ilimitado de 
direcciones lo cual hará que el servicio se mucho mejor. 
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*Conocer y comprender las tecnologías PBX e IPTV con los protocolos más importantes 







*Entender el funcionamiento del PBX. 
 
*Conocer la arquitectura del servicio IPTV. 
 
*Comprender como funcionan y para qué sirven los protocolos HTTP, RTP y MPLS. 
 
*Investigar la importancia, las ventajas y desventajas del nuevo protocolo IPV6. 
DESARROLLO DE LA ACTIVIDAD INDIVIDUAL 
 
 
1 EXPLIQUE CÓMO FUNCIONA UNA PBX. 
 
Una PBX es una central telefónica que funciona conectada directamente a la red pública de telefonía 
por medio de líneas troncales para gestionar además de las llamadas internas, las entrantes y 
salientes con autonomía sobre cualquier otra central telefónica. Este dispositivo generalmente 
pertenece a la empresa que lo tiene instalado y no a la compañía telefónica, de aquí el adjetivo 
Privado a su denominación. Este dispositivo actúa como una ramificación de la red primaria pública de 
teléfonos, por lo que los usuarios no se comunican directamente al exterior mediante líneas 
telefónicas convencionales, sino que al estar el PBX directamente conectado a la RTC (red telefónica 
pública), será esta misma la que enrutar la llamada hasta su destino final mediante enlaces unificados 
de transporte de voz llamados líneas troncales. En otras palabras, los usuarios de una PBX no están 
asociados con la central de teléfonos pública, ya que es la misma PBX la que actúa como tal, análogo 
a una central pública que da cobertura a todo un sector mientras que un PBX lo ofrece generalmente 
en las instalaciones de una compañía. Hoy en día una PBX no es más que una computadora 
especializada, siendo el usuario quien podrá configurar los parámetros de las llamadas entrantes y 
salientes. Generalmente el usuario conecta el PBX por un único enlace digital, como E1 o T1, 
utilizando tan sólo 2 pares de cables en lugar de 2n hilos para la n líneas externas contratadas. 
Generalmente estos enlaces tienen capacidad de portar hasta 30 líneas sin llegar a comprimir la 
información de la voz lo suficiente como para degradarla más 2 líneas más que ocupan para el envío 























Imagen obtenida https://www.cozentic.com/que-es-pbx/ 
2 QUE SE DEBE TENER EN CUENTA PARA IMPLEMENTAR EL SERVICIO IPTV. 
 
Gracias a las características que posee esta tecnología y a los avances tecnológicos en general, 
muchos proveedores de servicio de internet se ven en la condición de ofrecer a sus usuarios servicios 
avanzados que varían según las necesidades o preferencias que se soliciten y el tipo de acceso, que 
pueden ser a través de redes cableadas o inalámbricas. Una red IPTV está conformada por diversos 
dispositivos que pueden variar según la infraestructura. Básicamente, presenta los siguientes 
componentes funcionales: Fuente de contenido: Es donde se realiza el almacenamiento de 
información proveniente de un origen determinado. Allí se realiza la tarea de codificación y control de 
contenidos. IPTV utiliza estas fuentes para ofrecer servicios de video bajo demanda (VOD) Nodo de 
enrutamiento: Aquí están los dispositivos encargados de recibir información en diversos tipos de 
formatos, que son encapsulados en paquetes para ser transportados en la red. Aquí se determina la 
primera etapa de gestión del servicio, ya que esta sección se decide el destino por donde debe llegar 
la información. Red de distribución: Aquí está presente la infraestructura de la red donde viajan los 
paquetes que se distribuirán para poder proveer el servicio. La red debe ser capaz de utilizar 
tecnologías UNICAST (transmisión de televisión a clientes exclusivos) como MULTICAST (transmisión 
de televisión de forma general). Tecnologías de acceso al cliente: Utiliza la tecnología de líneas de 
suscripción digital (DSL) que permite realizar una conexión digital con redes telefónicas. IPTV también 
maneja tecnologías como ADSL (línea de suscripción digital asimétrica) y la HDSL (Línea de abonado 
digital de alta velocidad binaria). Cliente IPTV: Es donde finaliza el tráfico de la red, aquí se utilizan 

























Imagen obtenida http://slideplayer.es/slide/1746706/ 
Dispositivos utilizados en una red IPTV 
 
Se puede crear una red IPTV mediante la implementación de dispositivos y programas específicos, 
dentro de los principales componentes que pueden hacer parte de esta red se encuentran. 
 
Computadores: Son equipos encargados de realizar la transmisión y recepción de información. En 
ellos, son instalados programas encargados del manejo de archivos que varían sus aplicaciones 
dependiendo del tipo de programa que se maneje. 
 
SWITCH: Es uno de los principales equipos utilizados en infraestructura de red IPTV, se encarga del 
encapsulamiento de paquetes y selección de rutas de transmisión. 
 
Cables UTP: Tipo de cable manejado comúnmente en telecomunicaciones. Se encuentra conformado 
por pares de cobre entrelazados con el objetivo de no presentar interferencias en la transmisión. 
 
Software VLC: Es un software de libre distribución disponible para multiplex plataformas (Windows, 
MAC, Linux) diseñado principalmente para realizar transmisiones de audio y video y puede ser 




3 EXPLIQUE LOS PROTOCOLOS HTTP, RTP Y MPLS 
 
Protocolo HTTP El Protocolo de Transferencia de HIPERTEXTO (HYPERTEXT TRANSFER 
PROTOCOL es un sencillo protocolo cliente-servidor que articula los intercambios de información 
entre los clientes Web y los servidores HTTP. La especificación completa del protocolo HTTP 1/0 está 
recogida en el RFC 1945. Fue propuesto por TIM BERNERS-LEE, atendiendo a las necesidades de 
un sistema global de distribución de información como EL WORLD WIDE WEB. 
 
Desde el punto de vista de las comunicaciones, está soportado sobre los servicios de conexión 
TCP/IP, y funciona de la misma forma que el resto de los servicios comunes de los entornos UNIX: un 
proceso servidor escucha en un puerto de comunicaciones TCP (por defecto, el 80), y espera las 
solicitudes de conexión de los clientes Web. Una vez que se establece la conexión, el protocolo TCP 
se encarga de mantener la comunicación y garantizar un intercambio de datos libre de errores. 
 
HTTP se basa en sencillas operaciones de solicitud/respuesta. Un cliente establece una conexión con 
un servidor y envía un mensaje con los datos de la solicitud. El servidor responde con un mensaje 
similar, que contiene el estado de la operación y su posible resultado. Todas las operaciones pueden 
adjuntar un objeto o recurso sobre el que actúan; cada objeto Web (documento HTML, fichero 




RTP – significa “REAL TIME TRANSPORT PROTOCOL” (Protocolo de transporte en tiempo real), y 
define un formato de paquete estándar para el envío de audio y video sobre Internet. Es definido en el 
RFC1889. Fue desarrollado por el grupo de trabajo de transporte de audio y video y fue publicado por 
primera vez en 1996. 
 
RTP se utiliza ampliamente en los sistemas de comunicación y entretenimiento que involucran medios 
de transmisión, tales como la telefonía, aplicaciones de videoconferencias, servicios de televisión y 
web basado en funcionalidades PUSH-TO-TALK. 
 
RTP se utiliza junto con el protocolo de control de RTP (RTCP). Mientras que RTP transporta los 
flujos de medios (por ejemplo, audio y vídeo), RTCP se usa para supervisar las estadísticas de 
transmisión y calidad de servicio (QOS) y ayuda a la sincronización de múltiples flujos. RTP es 
originado y recibido en número de puerto par y la comunicación asociada a RTCP utiliza el próximo 
número de puerto impar superior. RTP es uno de los fundamentos de VOIP y se utiliza conjuntamente 




MPLS es un estándar IP de conmutación de paquetes del IETF, que trata de proporcionar algunas de 
las características de las redes orientadas a conexión a las redes no orientadas a conexión. En el 
encaminamiento IP sin conexión tradicional, la dirección de destino junto a otros parámetros de la 
cabecera, es examinada cada vez que el paquete atraviesa un router. La ruta del paquete se adapta 
en función del estado de las tablas de encaminamiento de cada nodo, pero, como la ruta no puede 
predecirse, es difícil reservar recursos que garanticen la QOS; además, las búsquedas en tablas de 
encaminamiento hacen que cada nodo pierda cierto tiempo, que se incrementa en función de la 
longitud de la tabla. 
 
Sin embargo, MPLS permite a cada nodo, ya sea un SWITCH o un router, asignar una etiqueta a cada 
uno de los elementos de la tabla y comunicarla a sus nodos vecinos. Esta etiqueta es un valor corto y 
de tamaño fijo transportado en la cabecera del paquete para identificar un FEC (FORWARD 
EQUIVALENCE CLASS), que es un conjunto de paquetes que son reenviados sobre el mismo camino 
a través de la red, incluso si sus destinos finales son diferentes. La etiqueta es un identificador de 
conexión que sólo tiene significado local y que establece una correspondencia entre el tráfico y un 
FEC específico. Dicha etiqueta se asigna al paquete basándose en su dirección de destino, los 
parámetros de tipo de servicio, la pertenencia a una VPN, o siguiendo otro criterio. Cuando MPLS 
está implementado como una solución IP pura o de nivel 3, que es la más habitual, la etiqueta es un 
segmento de información añadido al comienzo del paquete. 
4 EXPLIQUE LA IMPORTANCIA DE IPV6 
 
El nuevo protocolo IPv6, dispone de 340 billones de billones de billones (sextillones) de direcciones, lo 
que hace que la cantidad de direcciones IPv4 parezca insignificante, se ha puesto el ejemplo en que 
si todo el espacio de IPv4 fuera como una pelota de golf, IPv6 tendría el tamaño del sol. 
 
Con este mayor espacio de direcciones, IPv6 ofrece una variedad de ventajas en términos de 
estabilidad, flexibilidad y simplicidad en la administración de las redes. También generara una nueva 
ola de innovación en las aplicaciones y las ofertas de servicio ya que, termina con la necesidad de 
direcciones compartidas. El estándar actual, IPv4 está estructurado de la siguiente manera 
xxx.xxx.xxx.xxx y cada uno de esos xxx. Iba de 0 a 255. IPv6 permite que cada x pueda ir de 0 a 9, o 
desde “a” hasta “f” y está estructurado así: xxxx:xxxx:xxxx:xxxx:xxxx:xxxx:xxxx:xxxx Las últimas 
versiones de los principales OS tienen activado de serie el soporte de IPv6: Windows 7 y Vista, OS X 
(10.6.5 en adelante) y la mayoría de las versiones de Linux. Para la navegación en móviles IOS lo 
soporta y ANDROID también. Windows PHONE 7 no lo soporta. 
 
Antigua transición a IPV4 
 
Anteriormente la Internet ya vivió una transición de un protocolo a otro. En 1970, ARPANET utilizaba 
NCP (NETWORK CONTROL PROGRAM). NCP estaba lleno de interesantes nociones tale como 
contactar con un IMP remoto (router) y averiguar cuando un mensaje anterior había sido recibido en el 
otro extremo o no. Esto era complejo de manejar tanto en redes lentas, y más aún en las redes 
rápidas, por lo que TCP/IP fue desarrollado alrededor de 1980. Básicamente, los dos protocolos 
podrían coexistir durante 1982, y el 1 de enero de 1983, NCP se extinguiría y sólo quedaría TCP/IP. 
 
 VENTAJAS   DESVENTAJAS  
 Formato de cabecera más flexible que en   Las direcciones IPv6 son mucho más  
 IPv4 para agilizar el encaminamiento.   largas que las direcciones IPv4 y, por lo  
    Tanto, más difíciles de memorizar.  
 Nueva etiqueta de flujo para identificar   Problemas restantes de arquitectura,  
 paquetes de un mismo flujo.   como la falta de acuerdo para un soporte  
    Adecuado de IPv6 MULTIHOMING.  
 Gran cantidad de direcciones, que hará   La mayoría de redes son ipv4 entonces la  
 virtualmente imposible que queden   Implementación total de ipv6 sería muy costosa y  
 agotadas   tardaría mucho tiempo mientras tanto se  
    requieren la implementación de los mecanismos  
    de transición para la interacción de las 2 redes.  
 
Auto-configuración de los nodos finales, 
  
La necesidad de extender un soporte 
 
    
 que permite a un equipo aprender   permanente para IPv6 a través de todo  
 Automáticamente una dirección IPv6 al   Internet y de los dispositivos conectados a ella.  
 conectarse a la red.     
En qué consiste el lanzamiento de IPV6: 
 
El lanzamiento mundial de IPv6, que tendrá lugar el 6 de junio de 2012 y que están 
organizado por Internet SOCIETY, es el día en el que los principales sitios web y 
proveedores de servicios de Internet (ISP) colaboradores habilitan permanentemente IPv6 
e inician la migración desde IPv4. Cuánto durará la migración: La migración completa de 
IPv4 a IPv6 llevará tiempo, ya que cada sitio web y proveedor de servicios de Internet debe 
realizar el cambio. Mientras tanto, ambos sistemas funcionarán de forma conjunta hasta 
que IPv4 ya no sea necesario. 
 





La empresa TecnoTelecoUnad, implementará una red NGN en la cual se van a configurar 
los siguientes servicios: 
 
Un Call Center basado en ASTERISK para comunicar las ciudades de Bogotá y Cali, con 
capacidad para 2 troncales telefónicas 1 analógica y 1 digital. 
 
Para poder utilizar las troncales analógicas y digitales, se tendrán en cuenta las siguientes 
condiciones: 
 
80 llamadas simultaneas entre la sede de Bogotá y Cali de la empresa. 
 
El transporte de datos entre las sedes de la empresa tiene un ancho de banda de 2Mbps. 
La PBX analógica en Bogotá deberá mantener el enlace troncal de 4 conexiones con la 
central office (C.O) La PBX analógica en Cali deberá mantener en enlace troncal de 20 
conexiones con la central office (C.O) 
 
Troncales telefónicas 1 analógica y 1 digital: 
 
Para 1 analógica se utiliza el puerto FX0 
 
Para 1 digital se utiliza el puerto E1 
 
El E1 por definición maneja dos conceptos 
 
2.048 Mbps de ancho de banda con el cual nos conectamos al proveedor. 
 
Tiene 32 canales de voz; 1 o 2 son de señalización e información y 30 de voz, datos, video, 
esto me permite digitalizar los analógicos. 
 
80 llamadas simultaneas entre la sede de Bogotá y Cali 
 
Tamaño de la muestra 20ms utilizaremos el G.729, este tiene 8Kbps de ancho de banda 
para una llamada, entonces 
 
Bytes por paquete = (.02*8000)/8= 20 
 
Como es una llamada entre 2 ciudades utilizamos WAN, utilizaremos el Protocolo Punto 
 




20 por utilizar el códec para WAN 
6 por utilizar protocolo PPP 
 








Ahora el resultado lo multiplico por 8 para empaquetarlo en bite 3300*8=26400 
 
Este cálculo nos enuncia solo una llamada; como la situación es de 80 llamadas al mismo 
tiempo. 
 
26400*80=2112000 / 2.1Mbps ancho de banda de las 80 llamadas. 
 
Ahora el puerto E1 por definición me entrega 2.048 Mbps, por lo tanto utilizaremos 2 E1, 
para garantizar lo solicitado por las 80 llamadas de 2.1 Mbps. 
 
 
El transporte de datos entre las sedes de la empresa tiene un ancho de banda de 2Mbps. 
 
Ahora necesitamos 2 Mbps más las ya calculadas para voz, entonces: 
2.1+2=4.1Mbps 
Esto lo solucionamos con los 2 E1 solicitados anteriormente. 
 
La PBX analógica en Bogotá deberá mantener el enlace troncal de 4 conexiones con la 
central office (C.O) 
 
Utilizaremos una tarjeta con 4 puertos FX0 4FX0 
 
La PBX analógica en Cali deberá mantener en enlace troncal de 20 conexiones con la 
Central office (C.O) 
 
El transporte de datos entre las sedes de la empresa tiene un ancho de banda de 2Mbps 
 
Ahora necesitamos 2 Mbps más las ya calculadas para voz, entonces: 
2.1+2=4.1Mbps 
Esto lo solucionamos con los 2 E1 solicitados anteriormente. 
 
La PBX analógica en Bogotá deberá mantener el enlace troncal de 4 conexiones con la 
central office (C.O) 
 
Utilizaremos una tarjeta con 4 puertos FX0 4FX0 
 
*La PBX analógica en Cali deberá mantener en enlace troncal de 20 conexiones con la 
central office (C.O) 
 
La regla nos informa que si tenemos más de 8 líneas analógicas se deben digitalizar, por lo 
tanto estas troncales se digitalizan; Por esto es necesario integrar 1 puerto E1, para 
cumplir con lo solicitado. 
 
*El transporte de datos entre las sedes de la empresa tiene un ancho de banda de 2Mbps 
 
Ahora necesitamos 2 Mbps más las ya calculadas para voz, entonces: 
2.1+2=4.1Mbps 
Esto lo solucionamos con los 2 E1 solicitados anteriormente. 
 
*La PBX analógica en Bogotá deberá mantener el enlace troncal de 4 conexiones con la 
central office (C.O) 
 
Utilizaremos una tarjeta con 4 puertos FX0 4FX0 
 
La PBX analógica en Cali deberá mantener en enlace troncal de 20 conexiones con la 
central office (C.O) 
 
La regla nos informa que si tenemos más de 8 líneas analógicas se deben digitalizar, 
 
por lo tanto estas troncales se digitalizan; Por esto es necesario integrar 1 puerto E1, para 
cumplir con lo solicitado. 
 
Ahora multiplico el resultado por la relación de 1 minuto en milisegundo sobre 20 
66*50=3300 
 
Ahora el resultado lo multiplico por 8 para empaquetarlo en bite 3300*8=26400 
 
Este cálculo nos enuncia solo una llamada; como la situación es de 80 llamadas al mismo 
tiempo. 
 
26400*80=2112000 / 2.1Mbps ancho de banda de las 80 llamadas. 
 
Ahora el puerto E1 por definición me entrega 2.048 Mbps, por lo tanto utilizaremos 2 E1, 
para garantizar lo solicitado por las 80 llamadas de 2.1 Mbps. 
 
 
*El transporte de datos entre las sedes de la empresa tiene un ancho de banda de 2Mbps 
 
Ahora necesitamos 2 Mbps más las ya calculadas para voz, entonces: 
2.1+2=4.1Mbps 
Esto lo solucionamos con los 2 E1 solicitados anteriormente. 
 
*La PBX analógica en Bogotá deberá mantener el enlace troncal de 4 conexiones con la 
central office (C.O) 
 
Utilizaremos una tarjeta con 4 puertos FX0 4FX0 
 
La PBX analógica en Cali deberá mantener en enlace troncal de 20 conexiones con la 
central office (C.O) 
 
La regla nos informa que si tenemos más de 8 líneas analógicas se deben digitalizar, por lo 
tanto estas troncales se digitalizan; Por esto es necesario integrar 1 puerto E1, para 
cumplir con lo solicitado. 
 
 
TRABAJO DE IVR, COLAS Y AGENTES 
 
Necesitamos configurar los agentes en el fichero nano /etc/asterisk/agents.conf para que 
puedan entrar las colas más adelante, primero ingresamos el anteriormente nombrado 
fichero para que podamos colocarle nombre y contraseña al agente y el tiempo de espera 





Ahora ingresamos en el fichero de nano /etc/asterisk/extensions.conf para poder 




Luego ingresamos en el fichero nano /etc/asterisk/queues.confen donde configuramos las 
distintas colas de espera. 
 
 
Nuevamente ingresamos en el fichero de nano /etc/asterisk/extensions.conf para 




Ubicándonos en el mismo fichero debemos de agregar el contexto de los agentes 





Luego debemos de grabar archivos de audio que utilizaremos en la creación del IVR, 













En el siguiente informe se presentara paso a paso lo realizado en la configuración de 
Extensiones con sus diferentes aplicaciones, realizando la configuración de teléfonos para 
probar las funciones de estos. 
 
Verificamos la IP de la maquina con el comando "IFCONFIG" 
 















Empezamos la configuración de las extensiones en el archivo nano 
/etc/asterisk/sip.conf. 
 
Configuramos las extensiones 1111 1333, con la plantilla llamadas internas, con mail Box 




Al tener las líneas, procedemos a configurar las aplicaciones que vamos a utilizar. 
Configuración del buzón de voz. 
 
En el archivo nano /etc/asterisk/voicemail.conf configuramos las líneas que van utilizar el 
Buzón de voz. 
 
Tenemos las líneas con sus respectivos nombres para que los reconozca el callerid. 
 




Configuración de la aplicación de conferencias. 
 
En el archivo nano /etc/asterisk/meetme.conf configuramos la extensión que deben Marcar para 
entrar a la conferencia con su respectiva clave. 
 
 
En el archivo nano /etc/asterisk/extensions.conf creamos un contexto que se llame Conferencias 





Después incluimos el contexto conferencias en los contextos que deseamos entren a 
Conferencia. 
 
Configuramos el parqueo de llamadas. 


















Tenemos el parqueo de llamadas en las líneas de llamadas internas. 
Configuración de agentes estático y dinámico. 
 















En el archivo extensions.conf incluimos una extensión para entrar a ser agente estático el cual al 




Configuración de colas. 
 
En el archivo nano /etc/asterisk/queues.conf las líneas que podrán entrar a las colas Para 









El servicio IPTV entre las dos ciudades el cual permitirá transferir contenidos 
multimedia. Implementación de los Servicios de Voz, TV y Calidad de Servicio para una 








Después de instalar la máquina virtual y correr ELASTIX, que es un software aplicativo 
de PBX’S que integra las mejores herramientas para diseñar un Call Center basado en 
ASTERISK, se procede a diseñar un call center basado en ASTERISK para comunicar 
las ciudades de Bogotá y Cali, con capacidad para dos troncales telefónicas: 1 





La configuración de la red montana por la máquina virtual se debe conectar a la red 
virtual que crea la máquina, pero al hacer está prueba, el servidor no responde al 
momento de darle ping o al cargar la interfaz web de ELASTIX. Por lo tanto, la 
configuración de red se toma como puente, es decir que se selecciona la tarjeta de red 
que viene integrada al computador. Se verifica que las bases de datos se encuentran 





La imagen anterior muestra la conexión del servidor, al sistema, se procederá a conectar 




Con esto se puede evidenciar la comunicación con su respectivo direccionamiento IP. 
También se comprueba que se puedan realizar llamadas. 

Después de instalar y configurar los dispositivos de telefonía IP se diseña el call center 
para comunicar las dos ciudades de Bogotá y Cali, con una capacidad máxima de 80 






*Capacidad para multi-conferencia. 
 
Las dos troncales telefónicas tendrán las siguientes condiciones: 
 
*80 llamadas simultaneas. 
 
*El transporte de datos entre las ciudades tiene un ancho de banda de 2Mbps. 
 
*La PBX analógica en Bogotá deberá mantener el enlace troncal de 4 conexiones con la 
central office (C.O) 
 
La PBX analógica en Cali deberá mantener en enlace troncal de 20 conexiones con la 




(Tamaño de muestra x ancho de banda del códec)/8 -> 0.02 * 3200 /8 =640 / 8 =80 bytes 
 
bytes (Paso 1) 
 
5 bytes (Encabezado CRTP HABILITADO) + 20 bytes (Encabezado de Ethernet) 
 




162 bytes tamaño del Paquete 
 
Ancho de banda total =tamaño del paquete *paquetes por segundo) * 8 
 




64800 bytes es el ancho de banda de una sola llamada y la empresa solicita 80 llamadas 
simultaneas por lo que multiplicamos. 64.800 * 80 = 5,1 Mbps. 
 
5,1 Mbps sería el ancho de banda total utilizado por las 80 llamadas. Ahora sumamos el 
ancho de banda de las 80 llamadas con los datos entre la sede de 
 
Bogotá y Cali que es la siguiente 5.1+5.2= 10.3Mbps. Ancho de banda total 3 E1 entre la 
sede Bogotá y la sede de Cali. 
 
E1= 32canales: 30canales de voz y 2 de señalización. 
 
Sede principal Popayán: 4 FXO 
 
Con C.O LOCAL 
 







Un plan de calidad de servicios QOS END-TO-END, garantizando el 10% del ancho de 
banda total para el protocolo HTTP; para Voz RTP 15% del ancho de banda total; para 
Control de voz y Videoconferencia 20% del ancho de banda total. 
 
Como anteriormente se dice en el punto 1 “El transporte de datos entre las sedes de la 
empresa tiene un ancho de banda de 2Mbps” por ello el 10% se utilizara para el protocolo 
HTTP, el cual equivale a 200 Kbps, luego nos dice que el 15% para Voz RTP que equivale 
a 300 Kbps, y se destinara el 20% para control de voz y Video conferencia esto equivale a 
400 Kbps. Luego para ejecutar lo anterior se debe crear una red WAN entre dos ciudades y 
como ya se venía trabajando en las primeras fases se estableció que pueden ser las 
ciudades de BOGOTA y CALI, por ello no cambiaremos el modelo y seguiremos trabajando 




Como se observa en BOGOTA y CALI cada ciudad tiene una ISP el cual le suministra el 
servicio de Internet para que cada sede tenga acceso a la comunicación, por ello lo 
ilustramos realizando ping entre ambas sedes y hacia su ISP: Desde BOGOTA hacia CALI 








Una vez evidenciado que tenemos comunicación entre ambas sedes mostraremos la 
configuración de los equipos para demostrar que tenemos Un plan de calidad de servicios 
QOS END-TO-END como lo solicita la guía, esto lo podemos observar realizando en 































La conmutación será conformada mediante una red IPv4/IPv6 con soporte MPLS para las dos 
ciudades 
 
Para este punto se inicia con la configuración de las interfaces que se utilizaran para la 
comunicación entre dispositivos de la red, en el Router BOGOTA y CALI se configuran las 
interfaces FastEthernet0/0 y 0/1 para la comunicación a nivel de red LAN con IPV4 e IPV6 para 
mantener la redundancia entre las interfaces a utilizar, luego para la comunicación a nivel WAN se 
configuran las interfaces seriales 1/0, 
 
1/1 y 1/2, siendo esta última la que se utilizara con la ISP para cada una de las ciudades de la 
misma manera esta interfaz se coloca la como la generadora para el QoS1 que utilizaremos ya 
que en esta interfaz se recibirá el servicio por parte de la empresa proveedora del servicio de 
internet. Las interfaces anteriores (1/0, 1/1) se utilizaran en la comunicación entre las ciudades 
para las dos versiones 
 
IPV4 e IPV6, a continuación observaremos la configuración: 
 
CONFIGURACIÓN INTERFACES EN ROUTER BOGOTA: 
 
 





Para la configuración de MPLS, la configuración en los Routers de cada ciudad es similar ya que 
trabajaran bajo la misma red y los parámetros son iguales. Para esto lo primero que se debe 
hacer es ingresar el comando “ROUTER OSPF 10” o el número que destinemos para la 
identificación de nuestro conocimiento. Luego la identificación del router, después de ello le 
daremos a conocer las redes que se manejaran en la red MPLS, continuamos con la activación 
del protocolo MPLS y posterior la activación del protocolo LDP, le damos una IP a la interfaz 
 
de LOOPBACK y posterior la activación de autoconfiguración del área que se esté manejando. 
 
A continuación como queda registrado en la configuración para cada Router: 
 
 
















ROUTER CALI CONFIGURACIÓN MPLS 
 



















Mediante el desarrollo de la actividad se comprende el funcionamiento y los servicios que presta el 
PBX, de esta manera se conoce el servicio IPTV y los diferentes dispositivos los cuales se deben usar 
para la implementación de este, se identifica el principio básico de los protocolos HTTP, RTP y MPLS 
y además de revisar la seguridad y como es la transmisión de datos de estos, se da a conocer como 
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