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ﻫﺎ از اﻫﻤﯿﺖ زﯾﺎدي ﺼﻮﺻﯽ و اﻣﻨﯿﺖ دادهﻫﺎي ﺣﯿﺎﺗﯽ، ﺣﻔﻆ ﺣﺮﯾﻢ ﺧﺳﯿﻢ در  اﻧﺘﻘﺎل دادهﻫﺎي ارﺗﺒﺎﻃﯽ ﺑﯽآوريﺑﺎ ﺗﻮﺟﻪ ﺑﻪ ﮔﺴﺘﺮش اﺳﺘﻔﺎده از ﻓﻦ ﻣﻘﺪﻣﻪ:
ﺑﺎﺷﻨﺪ ﮐﻪ ﻫﺎ ﻣﺒﺘﻨﯽ ﺑﺮ رﻣﺰﻧﮕﺎري ﺑﻠﻮﮐﯽ ﻣﯽ. اﻏﻠﺐ اﯾﻦ اﻟﮕﻮرﯾﺘﻢﺷﻮدﻫﺎ اﻧﺠﺎم ﻣﯽﻫﺎي ﻣﺘﻌﺪدي رﻣﺰﮔﺬاري دادهﺑﺎﺷﺪ. در ﺣﺎل ﺣﺎﺿﺮ ﺑﺎ اﻟﮕﻮرﯾﺘﻢدار ﻣﯽرﺑﺮﺧﻮ
 ﺑﯿﺖ ﻃﻮل دارد.  821ﮐﻨﻨﺪ ﮐﻪ ﺣﺪاﻗﻞ ﺷﺪه اﺳﺘﻔﺎده ﻣﯽ از ﯾﮏ ﮐﻠﯿﺪ ﺛﺎﺑﺖ از ﭘﯿﺶ ﺗﻌﯿﯿﻦ
ﺑﺎ ﮐﻠﯿﺪﻫﺎي ﺛﺎﺑﺖ و ﻣﺘﻐﯿﺮ ﺻﻮرت ﮔﺮﻓﺘﻪ اﺳﺖ. در رﻣﺰﻧﮕﺎري ﺑﺎ ﮐﻠﯿﺪ ﻣﺘﻐﯿﺮ ﮐﻪ در  (leadnjiR)دال راﯾﻦ در اﯾﻦ ﭘﮋوﻫﺶ، رﻣﺰﻧﮕﺎري ﺑﺎ اﻟﮕﻮرﯾﺘﻢ وش:ر
در واﺣﺪ ﻣﻮﺗﻮر ﺗﻮﻟﯿﺪﮐﻨﻨﺪه ﮐﻠﯿﺪ ﺑﻪ ﻋﻨﻮان ﺟﺎﯾﮕﺰﯾﻦ  (ssalG yekcaM)ﮔﻮﻧﻪ اﯾﻦ ﻣﻘﺎﻟﻪ ﻃﺮاﺣﯽ ﺷﺪه اﺳﺖ از ﯾﮏ ﺑﻠﻮك ﻣﺒﺘﻨﯽ ﺑﺮ ﺳﯿﺴﺘﻢ آﺷﻮب
 ﺷﻮد.اﺳﺘﻔﺎده ﺷﺪه اﺳﺖ و ﺗﻮﺳﻂ ﯾﮏ ﺑﻠﻮك ﮐﻨﺘﺮﻟﯽ، رﻓﺘﺎر آن ﺑﺮرﺳﯽ و اﺻﻼح ﻣﯽ دالراﯾﻦﻮرﯾﺘﻢ ﮔﺴﺘﺮش ﮐﻠﯿﺪ در ﻗﻠﺐ اﻟﮕ
ﮔﻮﻧﻪ ﻫﺎ ﻧﺸﺎن داده اﺳﺖ اﺳﺘﻔﺎده از ﮐﻠﯿﺪﻫﺎي ﻣﺘﻐﯿﺮ آﺷﻮبﻣﻌﯿﺎر رﻣﺰﻧﮕﺎري، ﺑﺮرﺳﯽ و ارزﯾﺎﺑﯽ ﺷﺪ. ارزﯾﺎﺑﯽ 6ﻫﺎي رﻣﺰﻧﮕﺎري ﻋﻨﻮان ﺷﺪه، ﺗﻮﺳﻂ روش ﻧﺘﺎﯾﺞ:
  ﭘﺰﺷﮑﯽ ﺑﻪ ﺷﺪت اﻓﺰاﯾﺶ  ﻫﺎيرا در ﭘﻨﻬﺎن ﮐﺮدن اﻟﮕﻮ و ﺗﻮزﯾﻊ ﻫﯿﺴﺘﻮﮔﺮام در ﺗﺼﻮﯾﺮ دالراﯾﻦﺰاﯾﺶ ﺑﺎر ﻣﺤﺎﺳﺒﺎﺗﯽ، ﺗﻮاﻧﺎﯾﯽ اﻟﮕﻮرﺗﯿﻢ درﺻﺪ اﻓ 2/74ﺑﺎ 
  ﻧﺪاﺷﺘﻪ اﺳﺖ. دالراﯾﻦﻃﻮر ذاﺗﯽ ﺗﺎﺛﯿﺮي ﺑﺮ ﻣﯿﺰان ﺣﺴﺎﺳﯿﺖ ﺑﻪ ﮐﻠﯿﺪ اﻟﮕﻮرﯾﺘﻢ  ﮔﻮﻧﻪ ﺑﻪدﻫﺪ. اﺳﺘﻔﺎده از ﮐﻠﯿﺪﻫﺎي ﻣﺘﻐﯿﺮ آﺷﻮبﻣﯽ
ﻋﺮﺿﻪ ﺷﺪه اﺳﺖ، اﻣﻨﯿﺖ  دالراﯾﻦﭘﺰﺷﮑﯽ ﮐﻪ در اﻟﮕﻮرﯾﺘﻢ ﺑﻬﺒﻮدﯾﺎﻓﺘﻪ  ﻫﺎيﮔﻮﻧﻪ در واﺣﺪ ﮔﺴﺘﺮش ﮐﻠﯿﺪ ﺑﺮاي ﺗﺼﻮﯾﺮز ﺳﯿﺴﺘﻢ آﺷﻮباﺳﺘﻔﺎده ا ﮔﯿﺮي:ﻧﺘﯿﺠﻪ
  ﮐﻨﺪ.  ﺣﯿﺎﺗﯽ و ﺣﻔﻆ ﺣﺮﯾﻢ ﺷﺨﺼﯽ را ﺑﻪ ﺧﻮﺑﯽ ﻓﺮاﻫﻢ ﻣﯽ داده
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  ﻣﻘﺪﻣﻪ
وﯾﮋه ﻫﺎي ﻣﺨﺎﺑﺮاﺗﯽ و ارﺗﺒﺎﻃﯽ، ﺑﻪآوريﺑﺎ ﮔﺴﺘﺮش ﻓﻦ
ﺳﺎزي اﻃﻼﻋﺎت، ﯾﮑﯽ از رﻣﺰﻧﮕﺎري و ﻣﺨﻔﯽ ﺳﯿﻢ،ارﺗﺒﺎﻃﺎت ﺑﯽ
 ﻫﺎي ارﺗﺒﺎﻃﯽ ﺷﺪه اﺳﺖ.ﺿﺮورت
در ﺣﺎل ﺣﺎﺿﺮ رﻣﺰﻧﮕﺎري اﻃﻼﻋﺎت ﺗﻨﻬﺎ ﻣﺨﺘﺺ اﻃﻼﻋﺎت 
 ﻫﺎي دﯾﮕﺮ ﺑﺎﺷﺪ، ﺑﻠﮑﻪ در ﺑﺴﯿﺎري از ﺣﻮزهﻧﻈﺎﻣﯽ و اﻣﻨﯿﺘﯽ ﻧﻤﯽ
ﻫﺎي ﭘﺰﺷﮑﯽ، ﻫﺎ و ﭘﺮوﻧﺪهرود. اﻣﺮوزه رﻣﺰﻧﮕﺎري دادهﮐﺎر ﻣﯽ ﺑﻪ
ور، اﻃﻼﻋﺎت ﻫﻮﯾﺘﯽ اﻓﺮاد و ﯾﺎ ﻫﺎي از راه دﮐﻨﻔﺮاﻧﺲوﯾﺪﯾﻮ
ﮔﯿﺮد. اي ﺻﻮرت ﻣﯽﻃﻮر ﮔﺴﺘﺮدهاﻃﻼﻋﺎت ﯾﮏ ﺳﺎزﻣﺎن ﺑﻪ
ﻫﻤﭽﻨﯿﻦ ﺣﻔﻆ ﺣﺮﯾﻢ ﺧﺼﻮﺻﯽ اﻓﺮاد ﺑﻪ ﺳﺎدﮔﯽ ﺑﺎ رﻣﺰﻧﮕﺎري 
  ﺑﺎﺷﺪ.ﭘﺬﯾﺮ ﻣﯽاﻣﮑﺎن
ﻫﺎ ﺑﻪ ﻃﻮر ﻣﺘﻮﺳﻂ در اﯾﺎﻻت ﻣﺘﺤﺪه، ﺳﺎزﻣﺎن ،ﺑﺮ اﺳﺎس آﻣﺎرﻫﺎ
درﺻﺪ  04ﺑﻮدﺟﻪ ﺗﺨﺼﯿﺺ داده ﺷﺪه ﺑﻪ ﺣﻮزه اﻣﻨﯿﺖ ﺧﻮد را از 
درﺻﺪ  55ﺑﻪ  6002آوري اﻃﻼﻋﺎت در ﺳﺎل ﺑﻮدﺟﻪ ﺧﺪﻣﺎت ﻓﻦ
  .[1،2]اﻧﺪ اﻓﺰاﯾﺶ داده
ﻫﺎي ﻧﻮﯾﻦ در ﻋﻠﻢ ﭘﺰﺷﮑﯽ و ﺑﻪ ﺧﺪﻣﺖ ﮔﺮﻓﺘﻦ ريآوﺑﺎ ورود ﻓﻦ
ﻣﻬﻨﺪﺳﯽ در ﭘﺰﺷﮑﯽ، ارﺗﻘﺎء ﻗﺎﺑﻞ ﺗﻮﺟﻬﯽ در ﺳﻄﺢ ﺧﺪﻣﺎت اراﺋﻪ 
ﺷﺪه در ﭼﻨﺪ دﻫﻪ اﺧﯿﺮ ﺻﻮرت ﮔﺮﻓﺘﻪ اﺳﺖ. ﻫﻤﭽﻨﯿﻦ در در دﻫﻪ 
ﻫﺎي ﻣﺨﺎﺑﺮاﺗﯽ و ارﺗﺒﺎﻃﯽ در ﭘﺰﺷﮑﯽ ﺑﻪ ﻣﻨﻈﻮر آورياﺧﯿﺮ، ﻓﻦ
ﺒﺖ اﻧﺘﻘﺎل اﻃﻼﻋﺎت ﭘﺰﺷﮑﯽ و ﭘﯿﺪاﯾﺶ ﭘﺰﺷﮑﯽ از راه دور و ﻣﺮاﻗ
  .[3] ﮐﺎر ﮔﺮﻓﺘﻪ ﺷﺪه اﺳﺖاﻟﮑﺘﺮوﻧﯿﮏ، ﺑﻪ 
ﻫﺎي ﭘﺰﺷﮑﯽ ﺑﯿﻤﺎران درﺑﺮدارﻧﺪه اﻃﻼﻋﺎت ﺑﺴﯿﺎر ﭘﺮوﻧﺪه
ﺑﺎﺷﺪ ﮐﻪ ﻧﺒﺎﯾﺪ اﻓﺮاد ﻏﯿﺮﻣﺠﺎز ﺑﻪ آﻧﻬﺎ دﺳﺘﺮﺳﯽ داﺷﺘﻪ ﺣﺴﺎﺳﯽ ﻣﯽ
ﻫﺎي ﭘﺰﺷﮑﯽ ﺑﯿﻤﺎران ﻋﻼوه ﺑﺮ ﺑﺎﺷﻨﺪ. ﻗﺎﺑﻞ دﺳﺘﺮس ﻧﺒﻮدن ﭘﺮوﻧﺪه
 ﻫﺎي ﺑﯿﻤﺎر ﺗﻬﺪﯾﺪ و ﺗﻬﺎﺟﻢ ﺑﻪ دادهﺣﻔﻆ ﺣﺮﯾﻢ ﺷﺨﺼﯽ، ﻣﺎﻧﻊ 
  . [4،5]ﺷﻮد ﻣﯽ
ﯾﮏ ﺑﯿﻤﺎر ﺑﻪ دو ﮔﺮوه ﺗﻬﺎﺟﻢ از ﻫﺎي ﺣﯿﺎﺗﯽ ﺗﻬﺎﺟﻢ ﺑﻪ داده
ﺷﻮد. ﺗﻬﺎﺟﻢ از ﺧﺎرج ﺑﺎ ﺷﻨﻮد و داﺧﻞ و ﺗﻬﺎﺟﻢ از ﺧﺎرج ﺗﻘﺴﯿﻢ ﻣﯽ
 ﻫﺎيﻫﺎي ﺗﺤﺖ ﺷﺒﮑﻪﻫﺎي ﭘﺮﺷﮑﯽ ﺑﻪ وﺳﯿﻠﻪ ﺣﻤﻠﻪﯾﺎ ﺗﻐﯿﯿﺮ در ﭘﺮوﻧﺪه
، ﺗﺰرﯾﻖ )gnippordsevaE(ﮐﺎﻣﭙﯿﻮﺗﺮي ﻣﺎﻧﻨﺪ اﺳﺘﺮاق ﺳﻤﻊ 
و ﯾﺎ ﺣﻤﻠﻪ ﺷﺨﺺ در وﺳﻂ  )noitcejnI tekcaP(ﺑﺴﺘﻪ 
. ﺗﻬﺎﺟﻢ [6]ﮔﯿﺮد ، ﺻﻮرت ﻣﯽ)kcattA elddim ni neM(
ﺗﻮاﻧﺪ ﺗﻮﺳﻂ ﮐﻠﯿﻨﯿﺴﯿﻦ، ﺑﯿﻤﺎر و ﯾﺎ ﻫﺮ ﻓﺮدي ﮐﻪ در از داﺧﻞ ﻣﯽ
ﻣﺤﻞ اراﺋﻪ ﺧﺪﻣﺎت ﻣﺮاﻗﺒﺘﯽ ﺣﻀﻮر دارد، اﻧﺠﺎم ﺷﻮد. ﺗﻬﺎﺟﻢ از 
داﺧﻞ ﺑﻪ ﻣﻨﻈﻮر ﻣﺨﻔﯽ ﮐﺮدن ﺧﻄﺎﻫﺎي ﭘﺰﺷﮑﯽ 
ﻫﺎي درﻣﺎﻧﯽ ﺻﻮرت ﺑﺮداري از ﺑﯿﻤﻪو ﯾﺎ ﮐﻼه )ecitcarplam(
  .[7] ﮔﯿﺮدﻣﯽ
ﺗﺮﯾﻦ راه ﺑﺮاي اﻣﻨﯿﺖ و ﺣﻔﻆ ﺣﺮﯾﻢ ﺧﺼﻮﺻﯽ، ﻣﻌﻤﻮل
ﺑﺎﺷﺪ. ﮔﺮ ﭼﻪ  ﺗﺎ ﮐﻨﻮن روﺷﯽ ﻫﺎي ﭘﺰﺷﮑﯽ ﻣﯽرﻣﺰﮔﺬاري ﭘﺮوﻧﺪه
ﻫﺎي ﺣﯿﺎﺗﯽ  ﭘﯿﺸﻨﻬﺎد ﻧﺸﺪه اﺳﺖ اﺧﺘﺼﺎﺻﯽ ﺑﺮاي رﻣﺰﮔﺬاري داده
ﻫﺎ، ﻣﺴﺘﻘﻞ از ﻫﺎي ﻣﺘﻌﺪدي ﺑﺮاي رﻣﺰﮔﺬاري داده، وﻟﯽ روش[8،9]
 ataD(، hsifwolBاﻃﻼﻋﺎﺗﯽ ﮐﻪ در ﺑﺮدارﻧﺪ، اراﺋﻪ ﺷﺪه اﺳﺖ. 
 AEDI، SED )dradnatS noitpyrcnE
، )mhtiroglA noitpyrcnE ataD lanoitanretnI(
، (leadnjiR) دالراﯾﻦ، SED elpirT، 6CR، 5CR
ﻫﺎي ﺗﺮﯾﻦ روشاز ﺟﻤﻠﻪ راﯾﺞ hsifowT ،tnepreS
ﺑﺎﺷﻨﺪ ﻣﯽ )yeK citremmyS(رﻣﺰﮔﺬاري ﺑﺎ ﮐﻠﯿﺪ ﻣﺘﻘﺎرن 
و  tnepreS، leadnjiRﮐﻪ ﺳﻪ ﻣﻮرد اﺧﯿﺮ ﯾﻌﻨﯽ  [01،11]
ﺷﻮﻧﺪ. در ﺗﻤﺎﻣﯽ اﯾﻦ ﺗﺮﯾﻦ آﻧﻬﺎ ﻣﺤﺴﻮب ﻣﯽﻣﻮﻓﻖ hsifowT
ﺑﯿﺘﯽ اﺳﺖ،  652ﺗﺎ  821ﻫﺎ از ﯾﮏ ﮐﻠﯿﺪ ﺑﺎﯾﻨﺮي ﮐﻪ ﻋﻤﻮﻣﺎً روش
  .[21]ﺷﻮد اﺳﺘﻔﺎده ﻣﯽ
 maertS(اي ﻫﺎي رﻣﺰﻧﮕﺎر ﺑﻪ دو دﺳﺘﻪ رﻣﺰﻧﮕﺎر رﺷﺘﻪﺳﯿﺴﺘﻢ
 ﺗﻘﺴﯿﻢ  )rehpiC kcolB(رﻣﺰﻧﮕﺎر ﺑﻠﻮﮐﯽ  و )rehpiC
داده ﻫﺎي ﺗﺮﮐﯿﺐ ﺑﺎ ﮐﻨﻨﺪ اي ﺳﻌﯽ ﻣﯽرﻣﺰﻧﮕﺎرﻫﺎي رﺷﺘﻪﺷﻮﻧﺪ. ﻣﯽ
ﻫﺎ را اﻧﺠﺎم ﺷﺒﻪ ﺗﺼﺎدﻓﯽ، رﻣﺰﮔﺬاري دادهاد اﻋﺪﺑﺎ ﯾﮏ رﺷﺘﻪ ورودي 
اي اي از رﻣﺰﻧﮕﺎري رﺷﺘﻪﻪﻧﻤﻮﻧ 4CRرﻣﺰﻧﮕﺎري  اﻟﮕﻮرﯾﺘﻢدﻫﻨﺪ. 
ﺑﺎﺷﺪ. در رﻣﺰﻧﮕﺎري ﺑﻠﻮﮐﯽ، رﻣﺰﻧﮕﺎري دادﻫﺎي داراي ﻃﻮل ﻣﯽ
اي از ﺷﻮﻧﺪ ﺑﺮ اﺳﺎس ﻣﺠﻤﻮﻋﻪﻣﺸﺨﺺ ﮐﻪ ﺑﻠﻮك ﻧﺎﻣﯿﺪه ﻣﯽ
ﻫﺎ در ﺣﯿﻦ ﮔﯿﺮد و دادهﻫﺎي ﻏﯿﺮ ﺧﻄﯽ ﺻﻮرت ﻣﯽﺗﺒﺪﯾﻞ
ﻫﺎي ﺷﻮﻧﺪ. اﻟﮕﻮرﯾﺘﻢرﻣﺰﮔﺬاري ﺑﻪ ﺻﻮرت ﺑﻠﻮك ﺑﻪ ﺑﻠﻮك رﻣﺰ ﻣﯽ
 noitpyrcnE decnavdA( SEAرﻣﺰﻧﮕﺎري 
ﺗﺮﯾﻦ رﻣﺰﻧﮕﺎرﻫﺎي ﺑﻠﻮﮐﯽ ، ﻣﺘﺪاولSEDو  )dradnatS
  ﻫﺴﺘﻨﺪ.
ﺗﺮ ﺑﺎﺷﺪ اي ﻫﺮ ﭼﻪ رﺷﺘﻪ رﻣﺰﮐﻨﻨﺪه، ﺗﺼﺎدﻓﯽدر رﻣﺰﻧﮕﺎري رﺷﺘﻪ
ﺳﯿﺴﺘﻢ رﻣﺰﻧﮕﺎر ﻗﺪرﺗﻤﻨﺪﺗﺮ ﻣﯽ ﺑﺎﺷﺪ و در رﻣﺰﻧﮕﺎري ﺑﻠﻮﮐﯽ ﻫﺮ 
ﺗﺮ ﺑﺎﺷﺪ، اﻟﮕﻮرﯾﺘﻢ ﭼﻪ ﻋﻤﻠﯿﺎت رﻣﺰﻧﮕﺎري، ﻏﯿﺮﺧﻄﯽ و ﭘﯿﭽﯿﺪه
 اي ﻨﺎﺑﺮاﯾﻦ رﻣﺰﻧﮕﺎرﻫﺎي رﺷﺘﻪﺑﺎﺷﺪ. ﺑرﻣﺰﻧﮕﺎر ﻗﺪرﺗﻤﻨﺪﺗﺮ ﻣﯽ
  .[31،41]ﺗﺮ و رﻣﺰﻧﮕﺎرﻫﺎي ﺑﻠﻮﮐﯽ ﻗﺪرﺗﻤﻨﺪﺗﺮ ﻫﺴﺘﻨﺪ ﺳﺮﯾﻊ
ﺑﺎ  دالراﯾﻦدر اﯾﻦ ﭘﮋوﻫﺶ از رﻣﺰﻧﮕﺎري ﺑﻠﻮﮐﯽ ﺑﻪ روش 
ﺛﺎﺑﺖ )ﮐﻪ در ﺣﺎل ﺣﺎﺿﺮ از اﯾﻦ ﺷﯿﻮه اﺳﺘﻔﺎده ﮐﻠﯿﺪﻫﺎي رﻣﺰﮔﺬاري 
ﮔﻮﻧﻪ، اﺳﺘﻔﺎده و ارزﯾﺎﺑﯽ ﺷﺪه ﺷﻮد( و رﻣﺰﮔﺬاري ﻣﺘﻐﯿﺮ آﺷﻮبﻣﯽ
  اﺳﺖ.
 
  روش
ﺷﺒﮑﯿﻪ ﭼﺸﻢ از  يﻫﺎدر اﯾﻦ ﭘﮋوﻫﺶ ﺑﺮاي رﻣﺰﻧﮕﺎري ﺗﺼﻮﯾﺮ
 hsifowTو  tnepreS، leadnjiRﺳﻪ اﻟﮕﻮرﯾﺘﻢ رﻣﺰﻧﮕﺎري 
دﺳﺘﻪ در  ،ﻫﺎي ﻣﻄﺮح ﺷﺪهاﺳﺘﻔﺎده ﺷﺪه اﺳﺖ. ﺗﻤﺎﻣﯽ اﻟﮕﻮرﯾﺘﻢ
 آﺑﺎدي و ﻫﻤﮑﺎرانﻧﻌﯿﻢ ... ﻣﺒﺘﻨﯽ ﺑﺮ اﻟﮕﻮرﯾﺘﻢ  آﻧﺎﻟﯿﺰ ﮐﯿﻔﯿﺖ رﻣﺰﻧﮕﺎري ﺗﺼﺎوﯾﺮ ﭘﺰﺷﮑﯽ ﻣﺒﺘﻨﯽ ﺑﺮ
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ﮔﯿﺮﻧﺪ ﮐﻪ در اداﻣﻪ ﻫﺮ ﯾﮏ رﻣﺰﻧﮕﺎرﻫﺎي ﺑﻠﻮﮐﯽ ﻣﺘﻘﺎرن ﻗﺮار ﻣﯽ
 اﻧﺪ.ﻣﺨﺘﺼﺮاً ﻣﻌﺮﻓﯽ ﺷﺪه
  دالراﯾﻦرﻣﺰﮔﺬاري ﺑﻪ روش 
ﺗﻮﺳﻂ دو رﻣﺰﻧﮕﺎر ﺑﻠﮋﯾﮑﯽ ﺑﻪ  دالراﯾﻦاﻟﮕﻮرﯾﺘﻢ رﻣﺰﻧﮕﺎري 
ﺑﺎ ﻫﺪف  nemjiR tnecniVو  nemeaD naoJﻫﺎي ﻧﺎم
ﺘﻪ، ﺷﺮﮐﺖ در رﻗﺎﺑﺖ ﺑﺮاي اﻧﺘﺨﺎب اﺳﺘﺎﻧﺪارد اﻟﮕﻮرﯾﺘﻢ ﭘﯿﺸﺮﻓ
ﻣﻌﺮﻓﯽ ﺷﺪ ﮐﻪ ﭘﺲ از ﺳﻪ ﻣﺮﺣﻠﻪ رﻗﺎﺑﺖ و ﺗﮑﺎﻣﻞ، اﯾﻦ اﻟﮕﻮرﯾﺘﻢ 
در آن زﻣﺎن ﮐﻪ  دالراﯾﻦاﻧﺘﺨﺎب ﺷﺪ. ﻃﺮاﺣﺎن اﻟﮕﻮرﯾﺘﻢ رﻣﺰﻧﮕﺎري 
ﺎر ﻓﯿﺴﺘﻞ ﻫﺎ ﺑﻪ ﺳﺎﺧﺘدر ﺗﻌﺮﯾﻒ ﺳﺎﺧﺘﺎر اﻟﮕﻮرﯾﺘﻢ زﻣﺎﻧﯽ اﻏﻠﺐ ﺗﻮﺟﻪ
ﮐﺮدن ﺳﺎﺧﺘﺎر اﻟﮕﻮرﯾﺘﻢ ﺑﺮ اﺳﺎس  و ﺑﻨﺎﺷﮑﻨﯽ ﻣﻌﻄﻮف ﺑﻮد، ﺑﺎ ﺳﻨﺖ
ﺧﻄﺮ ﺑﺰرﮔﯽ ﮐﺮدﻧﺪ. اﯾﻦ اﻟﮕﻮرﯾﺘﻢ ﺑﺎ  ﺟﺎﯾﮕﺸﺖ،-ﺷﺒﮑﻪ ﺟﺎﻧﺸﯿﻨﯽ
ﻫﺎي از ﺑﻠﻮك TSINﺗﻮﺟﻪ ﺑﻪ ﺷﺮاﯾﻂ ﺗﻌﯿﯿﻦ ﺷﺪه از ﺳﻮي 
ﺑﯿﺘﯽ ﺑﻬﺮه  652و  291، 821ﺑﯿﺘﯽ و ﮐﻠﯿﺪﻫﺎي  821ورودي 
ﮔﯿﺮد. ﻫﻤﭽﻨﯿﻦ ﺗﻌﺪاد دورﻫﺎ ﻣﺘﻨﺎﺳﺐ ﺑﺎ ﻃﻮل ﮐﻠﯿﺪﻫﺎ ﺗﻐﯿﯿﺮ ﻣﯽ
دور  41و  21، 01ﻫﺎي ذﮐﺮ ﺷﺪه ﮐﻨﺪ و ﺑﻪ ﺗﺮﺗﯿﺐ ﺑﺮاي ﻃﻮلﻣﯽ
ﺷﺪه اﺳﺖ. اﺳﺎس ﮐﺎر اﯾﻦ اﻟﮕﻮرﯾﺘﻢ ﻣﺒﺘﻨﯽ ﺗﻌﺮﯾﻒ  دالراﯾﻦﺑﺮاي 
ﺑﺎﺷﺪ و ﭘﺎﯾﻪ ﻣﯽ )82(FGﺑﺮ ﻋﻤﻠﯿﺎت ﻣﺪوﻻر و در ﻣﯿﺪان ﮔﺎﻟﻮ 
ﺑﯿﺘﯽ( ﺗﻌﺮﯾﻒ  8ﺑﺮ اﺳﺎس ﻣﺤﺎﺳﺒﺎﺗﯽ ﺑﺎﯾﺘﯽ ) دالراﯾﻦﻣﺤﺎﺳﺒﺎت در 
 ﺷﺪه اﺳﺖ.
از ﺳﻪ ﺑﺨﺶ ﻣﺠﺰا ﺷﺎﻣﻞ دور  دالراﯾﻦاﻟﮕﻮرﯾﺘﻢ رﻣﺰﻧﮕﺎري 
ﺷﺪه اﺳﺖ. در دور  اﺑﺘﺪاﯾﯽ، دورﻫﺎي اﺻﻠﯽ و دور ﻧﻬﺎﯾﯽ ﺗﺸﮑﯿﻞ
ﺷﻮد و ﺑﻪ ﻣﯽ ROXاﺑﺘﺪاﯾﯽ ﺗﻨﻬﺎ ﮐﻠﯿﺪ دور ﺑﺎ ﺑﻠﻮك ورودي، 
ﮔﯿﺮد و ﺑﻪ ﻧﻮﻋﯽ، ﻋﻤﻞ ﺳﻔﯿﺪﺳﺎزي ورودي در اﯾﻦ دور ﺻﻮرت ﻣﯽ
ﺷﻮد. ﻫﻤﯿﻦ ﺟﻬﺖ اﯾﻦ دور در ﺷﻤﺎرش ﺗﻌﺪاد دورﻫﺎ ﻣﺤﺴﻮب ﻧﻤﯽ
اﯾﻦ ﺳﻪ ﺑﺨﺶ ﺑﻪ ﺻﻮرت ﺑﻠﻮك دﯾﺎﮔﺮاﻣﯽ ﻧﺸﺎن داده  1ﺷﮑﻞ در 
  .[51-71]ﺷﺪه اﺳﺖ 
  
  ssalG yekcaMﮔﻮﻧﻪ ﺳﯿﺴﺘﻢ آﺷﻮب
اي ﮐﻪ در اﯾﻦ ﭘﮋوﻫﺶ ﺑﺮاي ﺗﻮﻟﯿﺪ ﮐﻠﯿﺪ ﮔﻮﻧﻪﺳﯿﺴﺘﻢ آﺷﻮب
 yekcaMﮔﻮﻧﻪ ﻣﺘﻐﯿﺮ اﺳﺘﻔﺎده ﺷﺪه اﺳﺖ، ﺳﯿﺴﺘﻢ آﺷﻮب
ﯾﮏ ﺳﺮي  ﮔﻮﻧﻪ ﺷﺎﻣﻞﺑﺎﺷﺪ. اﯾﻦ ﺳﯿﺴﺘﻢ آﺷﻮبﻣﯽ ssalG
ﻫﺎي ﺑﺎﺷﺪ. ﻻزم ﺑﻪ ذﮐﺮ اﺳﺖ ﮐﻪ اﯾﻦ ﺳﯿﺴﺘﻢﮔﻮﻧﻪ ﻣﯽآﺷﻮب
  :ﺑﺎﺷﻨﺪﮔﻮﻧﻪ داراي ﺧﻮاص زﯾﺮ ﻣﯽآﺷﻮب
 ﻏﯿﺮ ﺧﻄﯽ-
  ﺣﺴﺎﺳﯿﺖ ﺷﺪﯾﺪ ﺑﻪ ﺷﺮاﯾﻂ اوﻟﯿﻪ-
  در ﻃﻮل زﻣﺎن )yrotcejart(ﻋﺪم ﺗﮑﺮار ﻣﺴﯿﺮ ﺣﺮﮐﺖ -
  ﺑﻪ ﺣﺎﻟﺖ آﺷﻮب رﻓﺘﻦ ﺗﻮﺳﻂ ﺗﻌﺪاد ﺑﯿﺸﻤﺎري اﻧﺸﻌﺎب-
.[81،91] )noisnemid latcarF(رﻓﺘﺎر ﺑﻌﺪﯾﺖ ﮐﺴﺮي -
 ﺷﻮد.ﺗﻌﺮﯾﻒ ﻣﯽ 1ﺗﻮﺳﻂ راﺑﻄﻪ  ssalG yekcaMﺳﺮي 
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 ﺑﺎﺷﺪ.ﺧﯿﺮ ﻣﯽﺄﺗ ﻣﻘﺎدﯾﺮ ﺛﺎﺑﺖ ﻫﺴﺘﻨﺪ و nو  b، a، 1در راﺑﻄﻪ 
ﺷﻮد. اﯾﻦ اﯾﺠﺎد ﻣﯽ 71>رﻓﺘﺎر آﺷﻮﺑﻨﺎك اﯾﻦ ﻣﻌﺎدﻟﻪ ﺑﻪ ازاي 
ﻃﻮر ﮐﻪ ﻋﻨﻮان ﺷﺪ  ﺑﺎﺷﺪ و ﻫﻤﺎنﻣﻌﺎدﻟﻪ داراي ﺷﺮاﯾﻂ اوﻟﯿﻪ ﻣﯽ
  . [02]ﺑﻪ ﺷﺮاﯾﻂ اوﻟﯿﻪ دارد ﺣﺴﺎﺳﯿﺖ ﺷﺪﯾﺪي ﻧﺴﺒﺖ 
، 0/2ﺑﻪ ﺗﺮﺗﯿﺐ ﻣﻘﺎدﯾﺮ ﺛﺎﺑﺖ  nو  ، b، aدر اﯾﻦ ﻣﻘﺎﻟﻪ ﺑﺮاي 
و ﺗﻨﻬﺎ ﺷﺮط اوﻟﯿﻪ در اﯾﻦ روش، ﻣﺘﻐﯿﺮ در ﻧﻈﺮ  01و  02، 0/1
ﻧﯽ ﺑﺎ اﺧﺘﻼف ﺑﺴﯿﺎر دو ﺳﺮي زﻣﺎ ،2ﮔﺮﻓﺘﻪ ﺷﺪه اﺳﺖ. در ﺷﮑﻞ 
ﺗﺮ از ﺷﺮاﯾﻂ اوﻟﯿﻪ( ﻣﯿﻠﯿﻮن ﺑﺮاﺑﺮ ﮐﻮﭼﮏ 21اﻧﺪك در ﺷﺮاﯾﻂ اوﻟﯿﻪ )
ﺑﻪ ﻫﻤﺮاه اﺧﺘﻼف آﻧﻬﺎ ﻧﺸﺎن داده ﺷﺪه اﺳﺖ. ﻫﻤﺎن ﻃﻮر ﮐﻪ 
ﺷﻮد اﺧﺘﻼف ﺑﺴﯿﺎر اﻧﺪك در ﺷﺮاﯾﻂ اوﻟﯿﻪ، ﺗﻔﺎوت ﻣﺸﺎﻫﺪه ﻣﯽ
  ﮐﻨﺪ.ﻗﺎﺑﻞ ﺗﻮﺟﻬﯽ در ﻧﺘﯿﺠﻪ ﻧﻬﺎﯾﯽ اﯾﺠﺎد ﻣﯽ
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  2.1=0Xﺑﺎ ﺷﺮط اوﻟﯿﻪ  ssalG ykcaM( ﺳﺮي a
  7-01+2.1=0Xﺑﺎ ﺷﺮط اوﻟﯿﻪ  ssalG ykcaM( ﺳﺮي b
  ssalG ykcaM( اﺧﺘﻼف ﻣﯿﺎن دو ﺳﺮي c
  
ﻧﯿﺰ ﻧﻤﻮدار ﻓﻀﺎي ﻓﺎز ﻣﺴﯿﺮ ﭼﻨﺪ ﻧﻤﻮﻧﻪ ﺳﺮي را ﺑﺎ  3ﺷﮑﻞ 
دﻫﺪ. ﻫﻤﺎن ﻃﻮر ﮐﻪ دﯾﺪه اﺧﺘﻼف اﻧﺪك در ﺷﺮاﯾﻂ اوﻟﯿﻪ ﻧﺸﺎن ﻣﯽ
  ﺷﻮﻧﺪ.ﻃﻮر ﮐﻠﯽ ﻋﻮض ﻣﯽ ﯿﯿﺮ اﻧﺪك، ﻣﺴﯿﺮﻫﺎ ﺑﻪﺷﻮد ﺑﺎ ﺗﻐﻣﯽ
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: ﺳﻄﺢ ﻣﻘﻄﻊ ﭘﻮاﻧﮑﺎره ﭼﻬﺎر ﻣﺠﻤﻮﻋﻪ ﺗﻮﻟﯿﺪ ﺷﺪه ﺗﻮﺳﻂ 3ﺷﮑﻞ 
  ﺑﻪ ازاي ﺗﻐﯿﯿﺮ اﻧﺪك در ﺷﺮاﯾﻂ اوﻟﯿﻪ ssalG yekcaM
  
  ﺑﺎ ﮐﻠﯿﺪﻫﺎي ﻣﺘﻔﺎوت دالراﯾﻦﺳﺎزي رﻣﺰﻧﮕﺎري ﭘﯿﺎده
ﺗﻮﺳﻂ دو دﺳﺘﻪ  دالراﯾﻦدر اﯾﻦ ﭘﮋوﻫﺶ، رﻣﺰﻧﮕﺎري ﺑﻪ روش 
، ﺑﻠﻮك 4ﮐﻠﯿﺪ آﺷﻮﺑﯽ ﺻﻮرت ﮔﺮﻓﺖ. در ﺷﮑﻞ  ﮐﻠﯿﺪ ﺛﺎﺑﺖ و 
ﻫﺎي اﺳﺘﻔﺎده ﺷﺪه، ﻧﺸﺎن داده ﺷﺪه اﺳﺖ. در دﯾﺎﮔﺮام روش
اﻟﮕﻮرﯾﺘﻢ رﻣﺰﻧﮕﺎري ﻣﺒﺘﻨﯽ ﺑﺮ ﺳﯿﺴﺘﻢ آﺷﻮﺑﯽ، ﮐﻠﯿﺪ رﻣﺰ، ﺷﺮاﯾﻂ 
ﮐﻨﺪ و ﯾﮏ ﮐﻨﺘﺮﻟﺮ ﺗﺮاژﮐﺘﻮري اوﻟﯿﻪ را ﺑﺮاي ﺳﯿﺴﺘﻢ ﺗﻌﺮﯾﻒ ﻣﯽ
ﮐﻨﺪ ﮐﻪ ﮐﻠﯿﺪ آﺷﻮﺑﯽ ﺗﻮﻟﯿﺪ ﺷﺪه ﺑﻌﺪ ﻓﺮﮐﺘﺎل ﺧﻮد را ﺑﺮرﺳﯽ ﻣﯽ
ﻔﻆ ﮐﻨﺪ و در ﺻﻮرت ﺧﺮوج از اﯾﻦ ﻣﻌﯿﺎر، ﺷﺮط اوﻟﯿﻪ ﺗﻮﺳﻂ ﺣ
 ﺷﻮد. ﺑﺎزﻧﺸﺎﻧﯽ ﻣﯽ ،آﺧﺮﯾﻦ ﻋﺪد ﺗﻮﻟﯿﺪي
اﮔﺮ ﺳﯿﮕﻨﺎل رﻣﺰﮔﺬاري ﺷﺪه ﺗﻮﺳﻂ ﮐﻠﯿﺪ ﺛﺎﺑﺖ، داراي ﺧﺎﺻﯿﺖ 
ﺗﻨﺎوﺑﯽ ﺑﺎ دوره ﺗﻨﺎوب ﺑﺰرﮔﺘﺮ از ﺑﻠﻮك رﻣﺰﮔﺬاري ﺑﺎﺷﺪ، ﺳﯿﮕﻨﺎل 
ﻦ ﻫﺎﯾﯽ رﻓﺘﺎر ﺗﻨﺎوﺑﯽ از ﺧﻮد ﻧﺸﺎن ﺧﻮاﻫﺪ داد. اﯾرﻣﺰ ﺷﺪه در ﺑﺎزه
  و  )redaeH(ﻫﺎ در ﻓﺮﯾﻢ ﺑﺎ ﺳﺮآﯾﻨﺪ رﻓﺘﺎر ﻫﻨﮕﺎﻣﯽ ﮐﻪ داده
ﺷﻮد. ﻓﺮد ﮔﯿﺮﻧﺪ، ﺗﺸﺪﯾﺪ ﻣﯽﻣﻌﯿﻦ ﻗﺮار ﻣﯽ )reliarT(آﯾﻨﺪ ﭘﯽ
ﺗﻮاﻧﺪ ﺣﺘﯽ ﺑﺪون در اﺧﺘﯿﺎر داﺷﺘﻦ اﻃﻼﻋﺎﺗﯽ در ﻣﻮرد ﮔﺮ ﻣﯽاﺧﻼل
  .[12]ﻫﺎي رﻣﺰ ﺷﺪه ﻧﺎﻣﻌﺘﺒﺮ را اﯾﺠﺎد ﮐﻨﺪ ﺳﯿﮕﻨﺎل اﺻﻠﯽ، داده
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اﻟﮕﻮرﯾﺘﻢ راﯾﻦ دال داده رﻣﺰﻧﺸﺪه
 ssalG yekcaM
ﺳﯿﺴﺘﻢ
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  )ب(
  :4ﺷﮑﻞ 
  ﺑﻠﻮك دﯾﺎﮔﺮام رﻣﺰﻧﮕﺎري ﺑﺎ ﮐﻠﯿﺪ ﺛﺎﺑﺖ اﻟﻒ(
  ﮔﻮﻧﻪب( ﺑﻠﻮك دﯾﺎﮔﺮام رﻣﺰﻧﮕﺎري ﺑﺎ ﮐﻠﯿﺪ ﻣﺘﻐﯿﺮ آﺷﻮب
  داده اﺳﺘﻔﺎده ﺷﺪه
اﻟﮕﻮرﯾﺘﻢ از ﭘﻨﺞ دﺳﺘﻪ داده اﺳﺘﻔﺎده ﺷﺪ. دﺳﺘﻪ  ﺑﺮاي ارزﯾﺎﺑﯽ
ﻧﺸﺎن  5ﺑﺎﺷﺪ ﮐﻪ در ﺷﮑﻞ ﻫﺎ ﺷﺎﻣﻞ ﭼﻬﺎر ﺗﺼﻮﯾﺮ ﻟﻮﮔﻮ ﻣﯽاول داده
ﺑﯿﺸﺘﺮ ﺑﺮاي ﺗﺸﺨﯿﺺ و ارزﯾﺎﺑﯽ  ﻫﺎداده ﺷﺪه اﺳﺖ. از اﯾﻦ ﺗﺼﻮﯾﺮ
ﺗﻮاﻧﺎﯾﯽ اﻟﮕﻮ در ﭘﻨﻬﺎن ﮐﺮدن اﻟﮕﻮي ﺗﺼﻮﯾﺮ اﺻﻠﯽ ﭘﺲ از 
ﺳﺖ. رﻣﺰﮔﺬاري و ﭘﺮاﮐﻨﺪه ﮐﺮدن ﻫﯿﺴﺘﻮﮔﺮام، اﺳﺘﻔﺎده ﺷﺪه ا
ﺗﻤﺎﻣﯽ ﺗﺼﻮﯾﺮﻫﺎي اﺳﺘﻔﺎده ﺷﺪه، داراي دو رﻧﮓ )ﺗﻨﻬﺎ دو ﺳﻄﺢ 
 ﺑﺎﺷﻨﺪ.ﻫﺎي ﺗﯿﺰ ﻣﯽرﻧﮕﯽ ﺳﯿﺎه و ﺳﻔﯿﺪ( و ﺟﺰﺋﯿﺎت اﻧﺪك ﺑﺎ ﻟﺒﻪ
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  ﻟﻮﮔﻮي اﺳﺘﻔﺎده ﺷﺪه ﺑﺮاي ارزﯾﺎﺑﯽ  يﻫﺎ: ﺗﺼﻮﯾﺮ5ﺷﮑﻞ 
 آﺑﺎدي و ﻫﻤﮑﺎرانﻧﻌﯿﻢ ... ﻣﺒﺘﻨﯽ ﺑﺮ اﻟﮕﻮرﯾﺘﻢ  آﻧﺎﻟﯿﺰ ﮐﯿﻔﯿﺖ رﻣﺰﻧﮕﺎري ﺗﺼﺎوﯾﺮ ﭘﺰﺷﮑﯽ ﻣﺒﺘﻨﯽ ﺑﺮ
 lanruoJ fo tlaeHh dna lacidemoiB scitamrofnI :)1(1 ;4102 23-44                        63
اﺳﮑﻦ ﻗﻠﺒﯽ اﺳﺖ ﮐﻪ ﺗﻮﺳﻂ  TCﺗﺼﻮﯾﺮ  03ﻫﺎ دوم داده دﺳﺘﻪ
 MOTAMOSاﺳﮑﻦ زﯾﻤﻨﺲ ﻣﺪل  TCدﺳﺘﮕﺎه 
در ﺑﯿﻤﺎرﺳﺘﺎن ﻓﻮق ﺗﺨﺼﺼﯽ ﻣﯿﻼد  secilS 46 noitasneS
 TC، ﺗﺼﻮﯾﺮﻫﺎي 6در ﺷﮑﻞ  .[22،32]اﺻﻔﻬﺎن ﺗﻬﯿﻪ ﺷﺪه اﺳﺖ 
اﺳﮑﻦ ﻗﻠﺒﯽ اﺳﺘﻔﺎده ﺷﺪه، ﻧﺸﺎن داده ﺷﺪه اﺳﺖ. ﻫﺮ ﯾﮏ از اﯾﻦ 
ﻫﺎي ﺗﯿﺰ ﻫﻤﺮاه ﺑﺎ ﻟﺒﻪ ،ﺗﺼﻮﯾﺮﻫﺎ، ﯾﮏ ﺑﺮش ﮐﻪ داراي ﺟﺰﺋﯿﺎت زﯾﺎد
  دﻫﺪ.ﺑﺎﺷﺪ را ﻧﺸﺎن ﻣﯽﻣﯽ
segamI TC caidraC
  
  اﺳﺘﻔﺎده ﺷﺪه ﺑﺮاي ارزﯾﺎﺑﯽ TC caidraCﺗﺼﻮﯾﺮ  03: 6ﺷﮑﻞ 
از ﻣﺠﻤﻮﻋﻪ ﺗﺼﻮﯾﺮﻫﺎي  ﺗﺼﻮﯾﺮ ﺻﻮرت 04ﻫﺎ دﺳﺘﻪ ﺳﻮم داده
 69×211د ﺑﺎﺷﺪ. اﯾﻦ ﺗﺼﻮﯾﺮﻫﺎ ﻫﻤﮕﯽ در اﺑﻌﺎﻣﯽ LROﺻﻮرت 
و ﻫﻤﮕﯽ داراي  [42]ﺑﯿﺘﯽ  8ﺳﯿﺎه و ﺳﻔﯿﺪ ﺑﺎ رزﻟﻮﺷﻦ  وﭘﯿﮑﺴﻞ 
ﺑﺎﺷﻨﺪ ﮐﻪ ﻓﺮض ﺷﺪه، ﺑﺨﺸﯽ از ﻫﺎي ﻧﺮم ﻣﯽﺟﺰﺋﯿﺎت ﻣﺘﻮﺳﻂ و ﻟﺒﻪ
  ﻣﺸﺨﺼﺎت ﺑﯿﻤﺎر در ﭘﺮوﻧﺪه اﻟﮑﺘﺮوﻧﯿﮏ وي ﺑﺎﺷﺪ.
ﺑﺎﺷﺪ ﮐﻪ ، ﺷﺎﻣﻞ ﺳﻪ ﺗﺼﻮﯾﺮ ﻣﯽﻫﺎﭼﻬﺎرﻣﯿﻦ دﺳﺘﻪ از ﺗﺼﻮﯾﺮ
در ﺑﯿﻤﺎرﺳﺘﺎن  6S QIGOL EGﻮﻧﺪ ﺗﻮﺳﻂ دﺳﺘﮕﺎه اوﻟﺘﺮاﺳ
اﺳﺖ  ﻧﺸﺎن داده ﺷﺪه 7و در ﺷﮑﻞ  اﻟﺰﻫﺮاي اﺻﻔﻬﺎن ﮔﺮﻓﺘﻪ ﺷﺪه
. اﯾﻦ ﺗﺼﻮﯾﺮﻫﺎي ﺳﻮﻧﻮﮔﺮاﻓﯽ ﻫﻤﮕﯽ ﺑﺎ ﻓﺮﻣﺖ [52،62]
ﺳﺎزي، ﺑﻪ ﺻﻮرت ﺳﯿﺎه و ﺳﻔﯿﺪ ذﺧﯿﺮه و ﺑﺪون ﻓﺸﺮده MOCID
ﻣﻮرد  يﻫﺎﻫﺎ را در ﺗﺼﻮﯾﺮﺷﺪه و ﺑﯿﺸﺘﺮﯾﻦ ﺟﺰﺋﯿﺎت و ﺗﯿﺰﺗﺮﯾﻦ ﻟﺒﻪ
  ارزﯾﺎﺑﯽ دارﻧﺪ.
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  اوﻟﺘﺮاﺳﻮﻧﺪ اﺳﺘﻔﺎده ﺷﺪه ﻫﺎي: ﺗﺼﻮﯾﺮ7ﺷﮑﻞ 
ﺳﺖ ﮐﻪ ﺗﺼﻮﯾﺮ ﺷﺒﮑﯿﻪ ﭼﺸﻢ ا 9ﻫﺎ ﺷﺎﻣﻞ آﺧﺮﯾﻦ دﺳﺘﻪ داده
. ﻋﻼوه (8)ﺷﮑﻞ  ﺑﺎﺷﻨﺪﻣﯽ evirDﺧﻮد ﺑﺨﺸﯽ از ﺑﺎﻧﮏ داده 
، ﻃﯿﻒ رﻧﮕﯽ، آﻧﻬﺎ را از ﺳﺎﯾﺮ ﻫﺎﺑﺮاوﻟﻮﯾﺖ ﮐﻠﯿﻨﯿﮑﯽ اﯾﻦ ﺗﺼﻮﯾﺮ
  .[72]ﺗﺼﻮﯾﺮﻫﺎي ﻗﺒﻠﯽ ﻣﺘﻤﺎﯾﺰ ﻧﻤﻮده اﺳﺖ 
  
  
  ﺷﺒﮑﯿﻪ ﭼﺸﻢ ﻫﺎي: ﺗﺼﻮﯾﺮ8ﺷﮑﻞ 
 
  ﻧﺘﺎﯾﺞ
ﻫﺎي ﻣﺨﺘﻠﻔﯽ ﺑﺮاي ارزﯾﺎﺑﯽ ﮐﯿﻔﯿﺖ و ﮐﺎراﯾﯽ ﺗﺎﮐﻨﻮن روش
در اﯾﻦ  .[82-13]ﻫﺎي رﻣﺰﻧﮕﺎري ﻣﻌﺮﻓﯽ ﺷﺪه اﺳﺖ اﻟﮕﻮرﯾﺘﻢ
ﻮﺳﻂ ﻣﻌﯿﺎرﻫﺎي ﮐﯿﻔﯿﺖ ﻫﺎي ﻣﻌﺮﻓﯽ ﺷﺪه، ﺗﻣﻘﺎﻟﻪ رﻣﺰﻧﮕﺎري
، ﻫﻤﺒﺴﺘﮕﯽ ﻣﺘﻘﺎﺑﻞ )ytilauQ noitpyrcnE(رﻣﺰﻧﮕﺎري 
ﺗﻮزﯾﻊ ﻫﯿﺴﺘﻮﮔﺮام ، )noitalerroC ssorC(
، ﭘﻨﻬﺎن ﮐﺮدن اﻟﮕﻮ  )gnidaerpS margotsiH(
 yeK(، ﺣﺴﺎﺳﯿﺖ ﺑﻪ ﮐﻠﯿﺪ  )gnidiH nrettaP(
و ﻣﺪت زﻣﺎن  )tuphguorhT(و ﺳﺮﻋﺖ  )ytivitisneS
 ﺻﺮف ﺷﺪه، ارزﯾﺎﺑﯽ ﺷﺪه اﺳﺖ.
رﻣﺰﮔﺬاري و ﯾﺎ ﻓﺎﮐﺘﻮر ﺣﺪاﮐﺜﺮ اﻧﺤﺮاف  ﮐﯿﻔﯿﺖ
ﮐﯿﻔﯿﺖ رﻣﺰﮔﺬاري،  )rotcaF noitaiveD mumixaM(
ﻣﺘﻮﺳﻂ اﺧﺘﻼف ﻫﯿﺴﺘﻮﮔﺮام داده اﺻﻠﯽ و داده رﻣﺰ ﺷﺪه  را ﻧﺸﺎن 
ﻣﺤﺎﺳﺒﻪ ﺷﺪه اﺳﺖ  2ﻣﯽ دﻫﺪ. ﮐﯿﻔﯿﺖ رﻣﺰﻧﮕﺎري ﺑﺮ اﺳﺎس راﺑﻄﻪ 
  .[23]
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ﻫﺎي ﺑﻪ ﺗﺮﺗﯿﺐ ﻫﯿﺴﺘﻮﮔﺮام tsiHC()و  tsiHP() ،2در راﺑﻄﻪ 
ﺗﻐﯿﯿﺮ ﺑﺎﺷﻨﺪ. اﯾﻦ ﭘﺎراﻣﺘﺮ ﻣﯿﺰان ﻫﺎي اﺻﻠﯽ و رﻣﺰ ﺷﺪه ﻣﯽداده
ﻫﺎي اﺻﻠﯽ اﯾﺠﺎد ﺷﺪه در ﻫﯿﺴﺘﻮﮔﺮام داده رﻣﺰ ﺷﺪه ﻧﺴﺒﺖ ﺑﻪ داده
ﮐﻨﺪ و ﻫﺮ ﭼﻪ اﯾﻦ ﻣﻘﺪار ﺑﯿﺸﺘﺮ ﺑﺎﺷﺪ، رﻣﺰﮔﺬاري، ﮔﯿﺮي ﻣﯽرا اﻧﺪازه
 دوره اول، ﺷﻤﺎره اول، 3931ﭘﺎﯾﯿﺰ     ﻣﺠﻠﻪ اﻧﻔﻮرﻣﺎﺗﯿﮏ ﺳﻼﻣﺖ و زﯾﺴﺖ ﭘﺰﺷﮑﯽ
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ﻫﺎي ارزﯾﺎﺑﯽ ﮐﯿﻔﯿﺖ رﻣﺰﮔﺬاري داده 1ﻗﺪرت ﺑﯿﺸﺘﺮي دارد. ﺟﺪول 
  دﻫﺪ. ﻫﻤﺎن ﻃﻮر ﮐﻪ در اﯾﻦ ﺟﺪول ﻣﺸﺎﻫﺪه ﺷﺪه را ﻧﺸﺎن ﻣﯽ
 ،ﮐﻪ داراي ﺟﺰﺋﯿﺎت زﯾﺎدي ﻣﯽ ﺑﺎﺷﻨﺪ ﺷﻮد ﺑﺮاي ﺗﺼﻮﯾﺮﻫﺎﯾﯽﻣﯽ
اﺧﺘﻼف اﯾﻦ ﭘﺎراﻣﺘﺮ اﻧﺪك اﺳﺖ )ﺑﺮاي ﺗﺼﻮﯾﺮﻫﺎي اوﻟﺘﺮاﺳﻮﻧﺪ و 
ﮐﻪ داراي ﺟﺰﺋﯿﺎت زﯾﺎدي ﻫﺴﺘﻨﺪ، ﺑﺎ ﻫﻢ ﺑﺮاﺑﺮ  TC caidraC
ﻫﺴﺘﻨﺪ( وﻟﯽ ﺑﺎ ﮐﺎﻫﺶ ﺟﺰﺋﯿﺎت، اﺧﺘﻼف دو روش ﺑﻪ ﻣﯿﺰان 
  ﯾﺎﺑﺪ.ﭼﺸﻤﮕﯿﺮي اﻓﺰاﯾﺶ ﻣﯽ
  ﺪ ﺛﺎﺑﺖ و ﻣﺘﻐﯿﺮ: ﻣﻘﺎدﯾﺮ ﮐﯿﻔﯿﺖ رﻣﺰﻧﮕﺎري ﺑﻪ ازاي ﮐﻠﯿ1ﺟﺪول 
 درﺻﺪ ﺑﻬﺒﻮد  ﮔﻮﻧﻪآﺷﻮب ﮐﻠﯿﺪ ﮐﻠﯿﺪ ﺛﺎﺑﺖ  ﻫﺎداده
  0  16/18 16/18 ﺳﻮﻧﻮﮔﺮاﻓﯽ
  0/70  03/25  03/05  ﺻﻮرت
  0  08/96 08/96 ﻗﻠﺒﯽ TC
 0 341/25 341/25 ﺷﺒﮑﯿﻪ
  041/44  352/10 501/32 ﻟﻮﮔﻮ
  
  ﻓﺎﮐﺘﻮر ﺿﺮﯾﺐ ﻫﻤﺒﺴﺘﮕﯽ ﻣﺘﻘﺎﺑﻞ
ﺑﻞ ﻓﺎﮐﺘﻮر ﺿﺮﯾﺐ ﻫﻤﺒﺴﺘﮕﯽ ﻣﺘﻘﺎﺑﻞ در واﻗﻊ ﻫﻤﺒﺴﺘﮕﯽ ﻣﺘﻘﺎ
ﺑﺎﺷﺪ. ﻫﺮ ﭼﻪ اﯾﻦ ﻣﻘﺪار ﺑﻪ ﻫﺎي رﻣﺰﻧﺸﺪه و رﻣﺰﺷﺪه ﻣﯽﺑﯿﻦ داده
ﻫﺎ ﺑﯿﺸﺘﺮ ﺧﻮاﻫﺪ ﺑﻮد و ﻫﺮ ﺗﺮ ﺑﺎﺷﺪ ﻫﻤﺒﺴﺘﮕﯽ ﺳﯿﮕﻨﺎلﯾﮏ ﻧﺰدﯾﮏ
ﻫﺎ ﻫﻤﺒﺴﺘﮕﯽ ﮐﻤﺘﺮي دارﻧﺪ. ﺗﺮ ﺑﺎﺷﺪ دادهﭼﻪ ﺑﻪ ﺻﻔﺮ ﻧﺰدﯾﮏ
  دﻫﻨﺪه ﺑﺎﻻﺗﺮ ﺑﻮدن ﮐﯿﻔﯿﺖ رﻣﺰﻧﮕﺎري ﻫﻤﺒﺴﺘﮕﯽ ﮐﻤﺘﺮ ﻧﺸﺎن
 3 ﻫﺎيﻪﻨﺎل ﺗﻮﺳﻂ راﺑﻄﺑﺎﺷﺪ. ﻫﻤﺒﺴﺘﮕﯽ ﻣﺘﻘﺎﺑﻞ ﺑﯿﻦ دو ﺳﯿﮕﻣﯽ
 .[33]ﻣﺤﺎﺳﺒﻪ ﺷﺪه اﺳﺖ 
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 (3) ﻫﺎيﻪراﺑﻄ
ﻫﺎي اﺻﻠﯽ و رﻣﺰﺷﺪه ﺑﺮاي ﻫﺮ ﯾﮏ از ﻫﻤﺒﺴﺘﮕﯽ ﺑﯿﻦ داده
ﻧﺸﺎن داده ﺷﺪه اﺳﺖ. ﻫﻤﺎن  1ﻧﻤﻮدار ﻫﺎي رﻣﺰﻧﮕﺎري در اﻟﮕﻮرﯾﺘﻢ
ﯽ ﮐﻪ ﻫﺎﯾﺷﻮد ﺑﺮاي ﺗﺼﻮﯾﺮﻃﻮر ﮐﻪ در اﯾﻦ ﺷﮑﻞ ﻣﺸﺎﻫﺪه ﻣﯽ
ﮔﻮﻧﻪ ﮐﻠﯿﺪ آﺷﻮب ﺑﺎﺷﻨﺪ، رﻣﺰﻧﮕﺎري ﺑﺎ اﺳﺘﻔﺎده ازداراي ﻟﺒﻪ ﺗﯿﺰ ﻣﯽ
ﻧﺴﺒﺖ ﺑﻪ رﻣﺰﻧﮕﺎري ﺑﺎ ﮐﻠﯿﺪ ﺛﺎﺑﺖ ﺑﻪ ﻣﻘﺪار ﻗﺎﺑﻞ ﺗﻮﺟﻬﯽ 
ﻫﻤﺒﺴﺘﮕﯽ ﻣﯿﺎن دو ﺗﺼﻮﯾﺮ را ﮐﺎﻫﺶ داده اﺳﺖ وﻟﯽ اﯾﻦ ﺑﺮﺗﺮي 
ﺗﺮي دارﻧﺪ )ﻣﺎﻧﻨﺪ ﺗﺼﻮﯾﺮﻫﺎي ﻫﺎي ﻧﺮمﯽ ﮐﻪ ﻟﺒﻪﻫﺎﯾﺑﺮاي ﺗﺼﻮﯾﺮ
  ﺑﺎﺷﺪ.ﺻﻮرت( ﺑﺴﯿﺎر ﮐﻤﺘﺮ ﻣﯽ
 
  ﻫﺎﻫﻤﺒﺴﺘﮕﯽ ﻣﺘﻘﺎﺑﻞ داده ﻫﯿﺴﺘﻮﮔﺮام: 1ﻧﻤﻮدار 
ﺑﺎﺷﺪ ﮐﻪ در آن ﮕﺎري در اﻟﮕﻮرﯾﺘﻤﯽ ﺑﺎﻻﺗﺮ ﻣﯽﮐﯿﻔﯿﺖ رﻣﺰﻧ
ﻫﯿﺴﺘﻮﮔﺮام داده رﻣﺰﺷﺪه ﻧﺴﺒﺖ ﺑﻪ داده اﺻﻠﯽ ﺑﻪ ﮐﻠﯽ ﺗﻐﯿﯿﺮ ﭘﯿﺪا 
  ﮐﻨﺪ و ﺳﯿﺴﺘﻢ رﻣﺰﻧﮕﺎر ﺑﺘﻮاﻧﺪ ﻫﺴﯿﺘﻮﮔﺮام را ﺑﺮ ﺗﻤﺎﻣﯽ اﻋﺪاد 
ﺻﻮرت ﯾﮑﺴﺎن ﭘﺨﺶ ﮐﻨﺪ. ﺑﺎ ﻣﺸﺎﻫﺪه ﻫﯿﺴﺘﻮﮔﺮام ﺗﺼﻮﯾﺮ اﺻﻠﯽ ﺑﻪ
ي را ﺗﻮان ﮐﯿﻔﯿﺖ رﻣﺰﻧﮕﺎرو ﻫﯿﺴﺘﻮﮔﺮام ﺗﺼﻮﯾﺮ رﻣﺰﺷﺪه ﻣﯽ
 ارزﯾﺎﺑﯽ ﮐﺮد.
رﻓﺖ ﺑﺎ ﺗﻮﺟﻪ ﺑﻪ اﯾﻦ ﻧﮑﺘﻪ ﮐﻪ ﻫﻤﺎن ﻃﻮر ﮐﻪ اﻧﺘﻈﺎر ﻣﯽ
ﮔﯿﺮي از ﮐﻠﯿﺪ ﻫﯿﺴﺘﻮﮔﺮام ﻣﺠﻤﻮﻋﻪ داده اول ﮐﺎﻣﻼ ﻣﺠﺰا ﺑﻮد، ﺑﻬﺮه
  ﻣﺘﻐﯿﺮ ﺗﻨﻬﺎ در اﯾﻦ دﺳﺘﻪ ﻣﻮﺛﺮ واﻗﻊ ﺷﺪه اﺳﺖ.
ﺷﻮد ﮐﻪ رﻣﺰﻧﮕﺎري ﺑﺎ ﮐﻠﯿﺪ ﺛﺎﺑﺖ در ﻣﺸﺎﻫﺪه ﻣﯽ 9در ﺷﮑﻞ 
ﻧﺪك، ﻧﺎﻣﻮﻓﻖ ﺑﻮده اﺳﺖ ﺑﺎ ﺟﺰﺋﯿﺎت ا يﺗﻮزﯾﻊ ﻫﯿﺴﺘﻮﮔﺮام ﺗﺼﻮﯾﺮﻫﺎ
ﮔﻮﻧﻪ، ﻫﯿﺴﺘﻮﮔﺮام ﺗﺼﻮﯾﺮ رﻣﺰﮔﺬاري ﻫﺎي ﮐﻠﯿﺪ آﺷﻮبوﻟﯽ در روش
  ﺷﺪه، ﺑﻪ ﺧﻮﺑﯽ ﺗﻮزﯾﻊ ﺷﺪه اﺳﺖ.
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ﺑﺎ  ﻟﻮﮔﻮ ﻗﺒﻞ و ﺑﻌﺪ از رﻣﺰﻧﮕﺎري ﻫﺎيﻫﺎي ﺗﺼﻮﯾﺮ: ﻫﯿﺴﺘﻮﮔﺮام9ﺷﮑﻞ 
ﺳﻤﺖ ﭼﭗ، ﺗﺼﻮﯾﺮ رﻣﺰﻧﺸﺪه،  ﻫﺎ ﺑﻪ ﺗﺮﺗﯿﺐ ازﺳﺘﻮن) ﮐﻠﯿﺪﻫﺎي ﻣﺘﻔﺎوت
  (ﮔﻮﻧﻪﺎ ﮐﻠﯿﺪ آﺷﻮبرﻣﺰﺷﺪه ﺑ ورﻣﺰﺷﺪه ﺑﺎ ﮐﻠﯿﺪ ﺛﺎﺑﺖ 
 آﺑﺎدي و ﻫﻤﮑﺎرانﻧﻌﯿﻢ ... ﻣﺒﺘﻨﯽ ﺑﺮ اﻟﮕﻮرﯾﺘﻢ  آﻧﺎﻟﯿﺰ ﮐﯿﻔﯿﺖ رﻣﺰﻧﮕﺎري ﺗﺼﺎوﯾﺮ ﭘﺰﺷﮑﯽ ﻣﺒﺘﻨﯽ ﺑﺮ
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  ﭘﻨﻬﺎن ﮐﺮدن اﻟﮕﻮ
ﺷﻮد و ﭘﻨﻬﺎن ﺷﺪن اﻟﮕﻮ ﻋﻤﻮﻣﺎً ﺑﺮاي ﺗﺼﻮﯾﺮﻫﺎ ﺗﻌﺮﯾﻒ ﻣﯽ
دﻫﻨﺪه ﻗﺪرﺗﻤﻨﺪي اﻟﮕﻮرﯾﺘﻢ اﻟﮕﻮي ﺗﺼﻮﯾﺮ ﭘﺲ از رﻣﺰﻧﮕﺎري، ﻧﺸﺎن
 ﺑﺎﺷﺪ.رﻣﺰﻧﮕﺎري ﻣﯽ
ﭘﻨﻬﺎن ﮐﺮدن اﻟﮕﻮ ﻣﺎﻧﻨﺪ ﻫﯿﺴﺘﻮﮔﺮام ﺑﺎ ﻣﺸﺎﻫﺪه ﻗﺎﺑﻞ ارزﯾﺎﺑﯽ 
ﺳﻄﻮح رﻧﮕﯽ ﮐﻤﯽ  اﺳﺖ. اﯾﻦ اﻣﺮ در ﺗﺼﻮﯾﺮﻫﺎ، ﺑﻪ وﯾﮋه آﻧﻬﺎﯾﯽ ﮐﻪ
ﺗﺮ ﻗﺎﺑﻞ ﺗﺮي دارﻧﺪ(، ﺳﺎدهدﻫﻨﺪ )اﻟﮕﻮي واﺿﺢرا ﭘﻮﺷﺶ ﻣﯽ
  ﺑﺎﺷﺪ.ﻣﺸﺎﻫﺪه ﻣﯽ
ﻣﻌﺮﻓﯽ  ﻫﺎيارزﯾﺎﺑﯽ ﭘﻨﻬﺎن ﮐﺮدن اﻟﮕﻮ ﺑﺮاي ﭘﻨﺞ ﮔﺮوه ﺗﺼﻮﯾﺮ
ﺷﺪه ﻧﺸﺎن داده اﺳﺖ ﮐﻪ اﺳﺘﻔﺎده از ﮐﻠﯿﺪ ﺛﺎﺑﺖ در رﻣﺰﻧﮕﺎري 
ﺷﻮد ﮐﻪ اﯾﻦ اﻟﮕﻮرﯾﺘﻢ در ﭘﻨﻬﺎن ﮐﺮدن اﻟﮕﻮﻫﺎي ﺑﺎﻋﺚ ﻣﯽ دالراﯾﻦ
   11و  01ﻫﺎي ﻋﻤﻠﮑﺮد ﺿﻌﯿﻔﯽ داﺷﺘﻪ ﺑﺎﺷﺪ. ﺷﮑﻞﺑﺎرز، 
  دﻫﺪ.ﺗﺮﯾﻦ اﺧﺘﻼف ﻋﻤﻠﮑﺮدي را در اﯾﻦ ﻣﻮرد ﻧﺸﺎن ﻣﯽﺑﺮﺟﺴﺘﻪ
ﺗﺼﻮﯾﺮﻫﺎي رﻣﺰﻧﮕﺎري ﺷﺪه ﺑﺎ ﮐﻠﯿﺪ ﺛﺎﺑﺖ و ﮐﻠﯿﺪ  01ﺷﮑﻞ در 
ﺗﺼﻮﯾﺮﻫﺎﯾﯽ ﮐﻪ داراي ﺟﺰﺋﯿﺎت زﯾﺎد ﻫﺴﺘﻨﺪ  ﺑﺮاي ﮔﻮﻧﻪآﺷﻮب
ﺗﻮان ﺑﻪ . ﺑﺎ ﮐﻤﯽ دﻗﺖ ﻣﯽداده ﺷﺪه اﺳﺖ)اوﻟﺘﺮاﺳﻮﻧﺪ(، ﻧﺸﺎن 
در ﭘﻨﻬﺎن ﮐﺮدن اﻃﻼﻋﺎت در اﯾﻦ ﮔﺮوه  دالراﯾﻦﺿﻌﻒ اﻟﮕﻮرﯾﺘﻢ 
  ﭘﯽ ﺑﺮد.
yeK citoahC yB detpyrcnE      yeK citatS yB detpyrcnE       segamI lanigirO
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اوﻟﺘﺮاﺳﻮﻧﺪ ﻗﺒﻞ و ﭘﺲ از رﻣﺰﻧﮕﺎري ﺑﺎ ﮐﻠﯿﺪﻫﺎي  ﻫﺎي: ﺗﺼﻮﯾﺮ01ﺷﮑﻞ 
ﻫﺎ ﺑﻪ ﺗﺮﺗﯿﺐ از ﺳﻤﺖ ﭼﭗ، ﺗﺼﻮﯾﺮ رﻣﺰﻧﺸﺪه، رﻣﺰﺷﺪه )ﺳﺘﻮنﻣﺘﻔﺎوت 
  ﮔﻮﻧﻪ(ﺑﺎ ﮐﻠﯿﺪ ﺛﺎﺑﺖ و رﻣﺰﺷﺪه ﺑﺎ ﮐﻠﯿﺪ آﺷﻮب
  
اﻟﮕﻮ در ﺗﺼﻮﯾﺮﻫﺎي اﻟﮕﻮي ﺗﻮاﻧﺎﯾﯽ ﭘﻨﻬﺎن ﮐﺮدن  11در ﺷﮑﻞ 
ﺗﻮﺟﻪ ﺑﻪ اﯾﻨﮑﻪ  ﺳﯿﺎه و ﺳﻔﯿﺪ )ﻟﻮﮔﻮﻫﺎ( ﻧﺸﺎن داده ﺷﺪه اﺳﺖ. ﺑﺎ
ﻫﺎﯾﯽ ﺑﻪ رﻧﮓ ﺳﯿﺎه و ﺳﻔﯿﺪ و اﻟﮕﻮﻫﺎي ﻣﻮرد اﺳﺘﻔﺎده داراي ﻧﺎﺣﯿﻪ
ﺑﺎﺷﻨﺪ، ﺗﺸﺨﯿﺺ اﻟﮕﻮ ﻫﺎي ﺗﯿﺰ در ﺗﺼﻮﯾﺮ ﻣﯽﻫﻤﭽﻨﯿﻦ داراي ﻟﺒﻪ
  ﮔﯿﺮد.ﺗﺮ ﺻﻮرت ﻣﯽدر آﻧﻬﺎ ﺳﺎده
yeK citoahC yb detpyrcnE     yeK citatS yb detpyrcnE     egamI lanigirO
gnidiH nrettaP
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و ﭘﺲ از رﻣﺰﻧﮕﺎري ﺑﺎ ﮐﻠﯿﺪﻫﺎي ﻗﺒﻞ  ﻟﻮﮔﻮﻫﺎ يﻫﺎ: ﺗﺼﻮﯾﺮ11ﺷﮑﻞ 
ﻫﺎ ﺑﻪ ﺗﺮﺗﯿﺐ از ﺳﻤﺖ ﭼﭗ، ﺗﺼﻮﯾﺮ رﻣﺰﻧﺸﺪه، رﻣﺰﺷﺪه )ﺳﺘﻮن ﻣﺘﻔﺎوت
  ﮔﻮﻧﻪ(ﺑﺎ ﮐﻠﯿﺪ ﺛﺎﺑﺖ و رﻣﺰﺷﺪه ﺑﺎ ﮐﻠﯿﺪ آﺷﻮب
  
ﺷﻮد رﻣﺰﮔﺬاري ﺑﺎ ﻣﺸﺎﻫﺪه ﻣﯽ 21ﻫﻤﺎن ﻃﻮر ﮐﻪ در ﺷﮑﻞ 
اﺳﺘﻔﺎده از ﮐﻠﯿﺪ ﺛﺎﺑﺖ در ﺣﺬف اﻟﮕﻮي ﺗﺼﻮﯾﺮ، ﺑﻪ ﮐﻠﯽ ﻧﺎﻣﻮﻓﻖ 
از رﻣﺰﮔﺬاري ﺷﺪن، ﺑﻪ ﺳﺎدﮔﯽ  ﺑﻮده اﺳﺖ و اﻟﮕﻮي ﺗﺼﻮﯾﺮ ﭘﺲ
ﮐﻪ در رﻣﺰﻧﮕﺎري ﺑﺎ ﮐﻠﯿﺪ ﺑﺎﺷﺪ، در ﺻﻮرﺗﯽﻗﺎﺑﻞ ﺗﺸﺨﯿﺺ ﻣﯽ
  ﺷﻮد.ﮔﻮﻧﻪ، اﻟﮕﻮي ﺗﺼﻮﯾﺮ ﺑﻪ ﻃﻮر ﮐﺎﻣﻞ ﭘﻨﻬﺎن ﻣﯽآﺷﻮب
  زﻣﺎن ﺻﺮف ﺷﺪه و ﻧﺮخ ﺧﺮوﺟﯽ
ﺳﺮﻋﺖ رﻣﺰﮔﺬاري و ﻣﺪت زﻣﺎن ﺻﺮف ﺷﺪه ﺑﺮاي رﻣﺰﮔﺬاري 
ﺑﺎﺷﺪ. ﻫﺎي رﻣﺰﻧﮕﺎري ﻣﯽﻫﺎي روشﺗﺮﯾﻦ ﺷﺎﺧﺺﯾﮑﯽ از ﻣﻬﻢ
ﻣﺪت زﻣﺎن ﺻﺮف ﺷﺪه واﺑﺴﺘﻪ ﺑﻪ ﻣﺤﺎﺳﺒﺎت و ﻋﻤﻠﯿﺎﺗﯽ اﺳﺖ ﮐﻪ 
  ﮔﯿﺮد. در ﺣﯿﻦ رﻣﺰﻧﮕﺎري ﺻﻮرت ﻣﯽ
ﻫﺎي رﻣﺰﻧﮕﺎري  داراي ﻗﺪرت ﺑﯿﺸﺘﺮي آن دﺳﺘﻪ از روش
ﺎت ﮐﻤﺘﺮ، اﻣﻨﯿﺖ ﺑﺎﻻﯾﯽ را اراﺋﻪ ﻫﺴﺘﻨﺪ ﮐﻪ ﺑﺎ اﺳﺘﻔﺎده از ﻣﺤﺎﺳﺒ
ﻫﺎﯾﯽ ﮐﻪ اﻣﻨﯿﺖ آﻧﻬﺎ ﻧﺎﺷﯽ از ﭘﯿﭽﯿﺪﮔﯽ و دﻫﻨﺪ. رﻣﺰﻧﮕﺎري
ﺑﺎﺷﻨﺪ ﻣﺤﺎﺳﺒﺎت ﺑﺴﯿﺎر ﺳﻨﮕﯿﻦ ﺑﺎﺷﺪ، رﻣﺰﻧﮕﺎري ﻣﻨﺎﺳﺒﯽ ﻧﻤﯽ
  [.23]
ﺑﺎﺗﻮﺟﻪ ﺑﻪ اﯾﻨﮑﻪ در ﻫﺮ دو روش از ﯾﮏ اﻟﮕﻮرﯾﺘﻢ رﻣﺰﮔﺬاري 
اﺳﺘﻔﺎده ﺷﺪه، ﺑﺎ اﯾﻦ ﺗﻔﺎوت ﮐﻪ در روش دوم از ﯾﮏ ﺳﺮي 
ﺗﻮﻟﯿﺪ اي ﺗﻮﻟﯿﺪ ﮐﻠﯿﺪ اﺳﺘﻔﺎده ﺷﺪه اﺳﺖ، ﻋﻤﻠﯿﺎت ﮔﻮﻧﻪ ﺑﺮآﺷﻮب
ﺑﻨﺎﺑﺮاﯾﻦ اﻓﺰاﯾﺪ، ﺑﺎر ﻣﺤﺎﺳﺒﺎﺗﯽ رﻣﺰﻧﮕﺎري ﻣﯽﮐﻠﯿﺪ ﻣﺘﻐﯿﺮ ﻣﻘﺪاري ﺑﻪ 
ﺷﻮد اﻧﺘﻈﺎر ﮐﻠﯿﺪ ﻣﺘﻐﯿﺮ در رﻣﺰﻧﮕﺎري اﺳﺘﻔﺎده ﻣﯽ ﻫﻨﮕﺎﻣﯽ ﮐﻪ از
و ﺑﻪ دﻧﺒﺎل آن ﻣﺪت زﻣﺎن ﺑﯿﺸﺘﺮي ﻧﺴﺒﺖ  رود ﻣﺤﺎﺳﺒﺎت ﺑﯿﺸﺘﺮﻣﯽ
ﮔﯿﺮد، ﺻﺮف اﻧﺠﺎم ﻣﯽ ﺑﻪ ﺣﺎﻟﺘﯽ ﮐﻪ رﻣﺰﻧﮕﺎري ﺗﻮﺳﻂ ﮐﻠﯿﺪ ﺛﺎﺑﺖ
ﺑﺎ ﭘﺮدازﻧﺪه  potkseDﺷﻮد. رﻣﺰﻧﮕﺎري ﺗﻮﺳﻂ ﯾﮏ ﮐﺎﻣﭙﯿﻮﺗﺮ 
 دوره اول، ﺷﻤﺎره اول، 3931ﭘﺎﯾﯿﺰ     ﻣﺠﻠﻪ اﻧﻔﻮرﻣﺎﺗﯿﮏ ﺳﻼﻣﺖ و زﯾﺴﺖ ﭘﺰﺷﮑﯽ
 93 lanruoJ fo htlaeH dna lacidemoiB scitamrofnI :)1(1 ;4102 23-44 
، در ﺳﯿﺴﺘﻢ ﻋﺎﻣﻞ BG4و ﺣﺎﻓﻈﻪ در دﺳﺘﺮس  letnI 0066Q
 a1102baltaMاﻓﺰار و ﺗﺤﺖ ﻧﺮم tib46 7 swodniW
  ﺻﻮرت ﮔﺮﻓﺘﻪ اﺳﺖ. tib46
ﺷﻮد اﺳﺘﻔﺎده از ﮐﻠﯿﺪ ﻣﺸﺎﻫﺪه ﻣﯽ 2ﻫﻤﺎن ﻃﻮر ﮐﻪ در ﺟﺪول 
درﺻﺪ، ﻣﺪت زﻣﺎن رﻣﺰﻧﮕﺎري را  2/74ﻃﻮر ﻣﺘﻮﺳﻂ ﻣﺘﻐﯿﺮ ﺑﻪ
دﻫﺪ. ﺳﺮﻋﺖ رﻣﺰﮔﺬاري ﯾﺎ ﻧﺮخ ﺧﺮوﺟﯽ ﺑﺎ ﻣﺪت زﻣﺎن اﻓﺰاﯾﺶ ﻣﯽ
  ﺻﺮف ﺷﺪه راﺑﻄﻪ ﻋﮑﺲ دارد.
  
: درﺻﺪ زﻣﺎن ﺻﺮف ﺷﺪه اﻓﺰوده در روش ﮐﻠﯿﺪ ﻣﺘﻐﯿﺮ 2ﺟﺪول 
  ﻧﺴﺒﺖ ﺑﻪ ﮐﻠﯿﺪ ﺛﺎﺑﺖ
  درﺻﺪ  ﻫﺎداده
 2/26  ﺷﺒﮑﯿﻪ
 2/64  ﺳﻮﻧﻮﮔﺮاﻓﯽ
 2/93  ﺻﻮرت
 2/64  ﺳﯽ ﺗﯽ اﺳﮑﻦ ﻗﻠﺒﯽ
 2/34 ﻮﮔﻮﻟ
  
ﺳﺮﻋﺖ ﺧﺮوﺟﯽ ﺑﺮﺣﺴﺐ ﮐﯿﻠﻮﺑﯿﺖ در ﺛﺎﻧﯿﻪ ﺑﺮاي  2ﻧﻤﻮدار در 
 ﻣﺸﺎﻫﺪه  داده ﺷﺪه اﺳﺖ.ﻫﺎي ﻣﺨﺘﻠﻒ رﻣﺰﻧﮕﺎري ﻧﺸﺎن روش
ﻫﺎي رﻣﺰﻧﮕﺎري ﺑﺎ ﮐﻠﯿﺪ ﻣﺘﻐﯿﺮ ﺷﻮد ﮐﻪ ﻧﺮخ رﻣﺰﻧﮕﺎري در ﺣﺎﻟﺖﻣﯽ
 ﺑﺎﺷﺪ.اﻧﺪﮐﯽ از ﺣﺎﻟﺖ ﮐﻠﯿﺪ ﺛﺎﺑﺖ ﮐﻤﺘﺮ ﻣﯽ
  
 
ي ﻣﺨﺘﻠﻒ ﻫﺎﺳﺮﻋﺖ رﻣﺰﮔﺬاري ﺑﺮاي روشﻫﯿﺴﺘﻮﮔﺮام : 2ﻧﻤﻮدار 
 رﻣﺰﮔﺬاري
 ﺣﺴﺎﺳﯿﺖ ﺑﻪ ﮐﻠﯿﺪ
ﻗﺪرت ﮐﻠﯿﺪ در رﻣﺰﮔﺬاري داراي اﻫﻤﯿﺖ زﯾﺎد و ﻣﺘﻨﺎﺳﺐ ﺑﺎ 
ﺑﺎﺷﺪ. ﻫﻤﺎن ﻃﻮر ﮐﻪ ﭘﯿﺶ از اﯾﻦ ﻋﻨﻮان ﺷﺪ ﻃﻮل ﮐﻠﯿﺪ ﻣﯽ
ﺑﯿﺘﯽ ﺑﺮاي رﻣﺰﻧﮕﺎري ﺑﻬﺮه  821از ﯾﮏ ﮐﻠﯿﺪ  دالراﯾﻦاﻟﮕﻮرﯾﺘﻢ 
 ﮔﯿﺮد.ﻣﯽ
ﻫﺎي ﻫﺎي اﻟﮕﻮرﯾﺘﻢﺗﺮﯾﻦ وﯾﮋﮔﯽﺣﺴﺎﺳﯿﺖ ﺑﻪ ﮐﻠﯿﺪ ﯾﮑﯽ از ﻣﻬﻢ
ﺑﺎ ﺗﻐﯿﯿﺮ اﻧﺪك در ﮐﻠﯿﺪ،  ،ﻧﮕﺎري اﺳﺖ. در ﯾﮏ رﻣﺰﻧﮕﺎري ﻗﻮيرﻣﺰ
ﮐﻪ رﻣﺰﮔﺸﺎﯾﯽ ﺑﺎ  ﺷﻮد. در ﺻﻮرﺗﯽرﻣﺰﮔﺸﺎﯾﯽ آن ﻏﯿﺮ ﻣﻤﮑﻦ ﻣﯽ
ﮐﻠﯿﺪي ﮐﻪ اﺧﺘﻼف ﺑﺴﯿﺎر اﻧﺪﮐﯽ ﺑﺎ ﮐﻠﯿﺪ رﻣﺰﮔﺬاري داﺷﺘﻪ ﺑﺎﺷﺪ 
  ﺻﻮرت ﮔﯿﺮد، ﺗﻔﺎوت ﺑﺎ داده اﺻﻠﯽ ﺑﺴﯿﺎر زﯾﺎد ﺧﻮاﻫﺪ ﺷﺪ.
ﻫﺎي ﺘﻢﺑﻪ ﻣﻨﻈﻮر ارزﯾﺎﺑﯽ ﺣﺴﺎﺳﯿﺖ ﺑﻪ ﮐﻠﯿﺪ در اﻟﮕﻮرﯾ
( 1YEK) Aرﻣﺰﻧﮕﺎري، اﺑﺘﺪا ﯾﮏ ﻣﺠﻤﻮﻋﻪ داده ﺗﻮﺳﻂ ﮐﻠﯿﺪ 
( ﮐﻪ ﺗﻨﻬﺎ 2YEK) Bرﻣﺰﮔﺬاري ﺷﺪه اﺳﺖ و ﺳﭙﺲ ﺗﻮﺳﻂ ﮐﻠﯿﺪ 
ﺷﻮد. از ﻧﻘﻄﻪ ﯾﮏ ﺑﯿﺖ ﺑﺎ ﮐﻠﯿﺪ ﻗﺒﻠﯽ ﺗﻔﺎوت دارد رﻣﺰﮔﺸﺎﯾﯽ ﻣﯽ
آل ﺗﻔﺎوت ﺑﯿﻦ داده اﺻﻠﯽ و داده رﻣﺰﮔﺸﺎﯾﯽ ﺷﺪه ﺑﺎ ﮐﻠﯿﺪ ﻧﻈﺮ اﯾﺪه
ﻠﻮك دﯾﺎﮔﺮام روش اﺳﺘﻔﺎده ﺑ 21اﺷﺘﺒﺎه ﺑﺎﯾﺪ ﺣﺪاﮐﺜﺮ ﺑﺎﺷﺪ. ﺷﮑﻞ 
  دﻫﺪ.ﺷﺪه ﺑﺮاي ارزﯾﺎﺑﯽ ﺣﺴﺎﺳﯿﺖ ﺑﻪ ﮐﻠﯿﺪ را ﻧﺸﺎن ﻣﯽ
  
اﻟﮕﻮرﯾﺘﻢ رﻣﺰﻧﺸﺎﻧﯽ داده رﻣﺰﻧﺸﺪه
داده رﻣﺰ ﺷﺪه
اﻟﮕﻮرﯾﺘﻢ رﻣﺰﮔﺸﺎﯾﯽ
ﮐﻠﯿﺪ 
A
ﮐﻠﯿﺪ 
B
داده رﻣﺰﻧﺸﺪه
  : ﺑﻠﻮك دﯾﺎﮔﺮام ارزﯾﺎﺑﯽ ﺣﺴﺎﺳﯿﺖ ﺑﻪ ﮐﻠﯿﺪ21ﺷﮑﻞ 
 
ﮔﯿﺮي اﺧﺘﻼف دو ﺗﺼﻮﯾﺮ از ﻣﻌﯿﺎرﻫﺎي ﻣﯿﺎﻧﮕﯿﻦ ﺑﺮاي اﻧﺪازه
، ﻣﯿﺎﻧﮕﯿﻦ ()ESM :rorrE erauqS naeMﻣﺮﺑﻊ ﺧﻄﺎ 
و  ()EAM=rorrE etulosbA naeMﺧﻄﺎي ﻣﻄﻠﻖ 
 esioN ot langiS kaeP(ﺖ ﭘﯿﮏ ﺳﯿﮕﻨﺎل ﺑﻪ ﻧﻮﯾﺰ ﻧﺴﺒ
اﺳﺘﻔﺎده ﺷﺪه اﺳﺖ. اﻟﮕﻮرﯾﺘﻤﯽ ﻗﺪرﺗﻤﻨﺪﺗﺮ   )RNSP=oitaR
اﺳﺖ ﮐﻪ ﺑﺎ ﺗﻐﯿﯿﺮ اﻧﺪك در ﮐﻠﯿﺪ، اﺧﺘﻼف و ﯾﺎ ﺧﻄﺎي زﯾﺎدي را 
اﯾﺠﺎد ﮐﻨﺪ. ﺑﻨﺎﺑﺮاﯾﻦ ﻣﻄﻠﻮب اﺳﺖ ﮐﻪ ﻣﻘﺎدﯾﺮ ﻣﯿﺎﻧﮕﯿﻦ ﻣﺮﺑﻊ ﺧﻄﺎ و 
ﺜﺮ و ﻣﯿﺎﻧﮕﯿﻦ ﺧﻄﺎي ﻣﻄﻠﻖ ﺑﺮاي ارزﯾﺎﺑﯽ ﺣﺴﺎﺳﯿﺖ ﮐﻠﯿﺪ، ﺣﺪاﮐ
 ﻧﺴﺒﺖ ﭘﯿﮏ ﺳﯿﮕﻨﺎل ﺑﻪ ﻧﻮﯾﺰ، ﺣﺪاﻗﻞ ﻣﻘﺪار ﻣﻤﮑﻦ ﺑﺎﺷﺪ.
  ﮐﻠﯿﺪ ﺛﺎﺑﺖ -1-4-7
ﺑﺎ  دالراﯾﻦ ﻫﺎ ﺑﻪ روش در اﯾﻦ ﺑﺨﺶ در ﺗﻤﺎﻣﯽ رﻣﺰﮔﺬاري
ﺑﯿﺘﯽ زﯾﺮ اﺳﺘﻔﺎده ﺷﺪه اﺳﺖ ﮐﻪ ﺗﻨﻬﺎ در  821ﮐﻠﯿﺪ، از ﮐﻠﯿﺪﻫﺎي 
 آﺑﺎدي و ﻫﻤﮑﺎرانﻧﻌﯿﻢ ... ﻣﺒﺘﻨﯽ ﺑﺮ اﻟﮕﻮرﯾﺘﻢ  آﻧﺎﻟﯿﺰ ﮐﯿﻔﯿﺖ رﻣﺰﻧﮕﺎري ﺗﺼﺎوﯾﺮ ﭘﺰﺷﮑﯽ ﻣﺒﺘﻨﯽ ﺑﺮ
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ﺗﺮﯾﻦ ﺑﯿﺖ اﺧﺘﻼف دارﻧﺪ. از ﮐﻠﯿﺪ اول ﺑﺮاي رﻣﺰﮔﺬاري و ﮐﻢ ارزش
 ﻣﺰﮔﺸﺎﯾﯽ اﺳﺘﻔﺎده ﺷﺪه اﺳﺖ. از ﮐﻠﯿﺪ دوم ﺑﺮاي ر
 YEK1=C3F4FC9088517FBA6A2DEA826151E7B2
 YEK2=B3F4FC9088517FBA6A2DEA826151E7B2
 
 ssalG yekcaMﮐﻠﯿﺪ ﻣﺘﻐﯿﺮ  -2-7-4
 yekcaMﮔﻮﻧﻪ ﻫﻤﺎن ﻃﻮر ﮐﻪ ﻋﻨﻮان ﺷﺪ از ﺳﯿﺴﺘﻢ آﺷﻮب
ﮔﻮﻧﻪ اﺳﺘﻔﺎده ﺷﺪه اﺳﺖ. در راﺑﻄﻪ ﺑﺮاي ﺗﻮﻟﯿﺪ ﮐﻠﯿﺪ آﺷﻮب ssalG
ﻣﻘﺎدﯾﺮ ﺛﺎﺑﺖ و ﺑﻪ ﺗﺮﺗﯿﺐ ﺑﺮاﺑﺮ  و n، b، aي ، ﻣﻘﺎدﯾﺮ ﻣﺘﻐﯿﺮﻫﺎ1
 23اﺳﺖ و ﺷﺮط اوﻟﯿﻪ ﺗﻮﺳﻂ ﯾﮏ ﻣﺘﻐﯿﺮ  02و  01، 0/1، 0/2
ﺗﻮان ﺷﻮد. ﺷﺮط اوﻟﯿﻪ را ﻧﯿﺰ ﻣﯽ( ﺗﻌﯿﯿﻦ ﻣﯽtaolfﺑﯿﺘﯽ اﻋﺸﺎري )
( ﺑﺎ دﻗﺖ ﺑﺎﻻﺗﺮي در ﻧﻈﺮ elbuodﺑﯿﺘﯽ ) 46ﺗﻮﺳﻂ ﯾﮏ ﻣﺘﻐﯿﺮ 
ﺑﯿﺖ  802ﺗﺎ  23ﻮاﻧﺪ ﺑﯿﻦ ﺗﮔﺮﻓﺖ. ﻃﻮل ﮐﻠﯿﺪ در اﯾﻦ روش ﻣﯽ
ﺑﺎﺷﺪ ﮐﻪ در اﯾﻦ ﭘﮋوﻫﺶ از ﺣﺪاﻗﻞ ﻃﻮل ﮐﻠﯿﺪ و ﻫﻤﭽﻨﯿﻦ از ﺷﺮط 
ﺑﯿﺘﯽ ﯾﻌﻨﯽ ﺣﺪاﻗﻞ ﻗﺪرت ﺳﯿﺴﺘﻢ ﺗﻮﻟﯿﺪ ﮐﻨﻨﺪه ﮐﻠﯿﺪ اﺳﺘﻔﺎده  23
  ﺷﺪه اﺳﺖ. 
  ssalG yekcaMﻫﺎﯾﯽ ﮐﻪ ﺑﺎ ﮐﻠﯿﺪ ﻣﺘﻐﯿﺮ در ﺗﻤﺎﻣﯽ ارزﯾﺎﺑﯽ
ﺑﯿﺘﯽ زﯾﺮ ﺑﻪ ﻋﻨﻮان ﺷﺮاﯾﻂ اوﻟﯿﻪ  23ﺻﻮرت ﮔﺮﻓﺘﻪ از ﮐﻠﯿﺪﻫﺎي 
اﺳﺘﻔﺎده ﺷﺪه اﺳﺖ. اﺧﺘﻼف اﯾﻦ دو  ssalG-ykcaMﺳﺮي 
ﺑﺎﺷﺪ و از ﮐﻠﯿﺪ اول ﺑﺮاي ﺗﺮﯾﻦ ﺑﯿﺖ ﻣﯽﮐﻠﯿﺪ ﻧﯿﺰ در ﮐﻢ ارزش
رﻣﺰﮔﺬاري و از ﮐﻠﯿﺪ دوم ﺑﺮاي رﻣﺰﮔﺸﺎﯾﯽ اﺳﺘﻔﺎده ﺷﺪه اﺳﺖ 
  .[43]
  )A99999F3(xeH)0000002.1(=ceD YEK1=
 )B99999F3(xeH)2000002.1(=ceD YEK2=
  
  ﺎﺷﯽ از ﮐﻠﯿﺪ اﺷﺘﺒﺎهﻧﺘﺎﯾﺞ ﺧﻄﺎي اﯾﺠﺎد ﺷﺪه ﻧ  -3-4-7
ﻣﺤﺎﺳﺒﻪ ﺷﺪه اﺳﺖ  4ﻣﻌﯿﺎر ﻣﯿﺎﻧﮕﯿﻦ ﻣﺮﺑﻊ ﺧﻄﺎﻫﺎ  ﺗﻮﺳﻂ راﺑﻄﻪ 
، ﺗﺼﻮﯾﺮ Pij (,)، ﺗﺼﻮﯾﺮ اﺻﻠﯽ و Pij (,)ﮐﻪ در آن 
ﻃﻮل اﺑﻌﺎد  Nو  Mﺑﺎﺷﺪ. ﻣﯽ ﻧﺎدرﺳﺖرﻣﺰﮔﺸﺎﯾﯽ ﺷﺪه ﺑﺎ ﮐﻠﯿﺪ 
  ﮐﻨﺪ.ﺗﺼﻮﯾﺮ را ﺗﻌﯿﯿﻦ ﻣﯽ
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، ﻣﯿﺎﻧﮕﯿﻦ ﻣﺮﺑﻊ ﺧﻄﺎ ﻣﺤﺎﺳﺒﻪ ﺷﺪه ﺑﯿﻦ دو داده اﺻﻠﯽ 3ﺟﺪول 
دﻫﺪ.و رﻣﺰﮔﺸﺎﯾﯽ ﺷﺪه ﺑﺎ ﮐﻠﯿﺪ ﻧﺎدرﺳﺖ را ﻧﺸﺎن ﻣﯽ
  : ﻣﻘﺎﯾﺴﻪ ﺣﺴﺎﺳﯿﺖ ﺑﻪ ﮐﻠﯿﺪ در روش ﻫﺎي ﻣﺨﺘﻠﻒ3ﺟﺪول 
  رﻣﺰﻧﮕﺎري ﺑﺮ اﺳﺎس ﻣﻌﯿﺎر ﻣﯿﺎﻧﮕﯿﻦ ﻣﺮﺑﻊ ﺧﻄﺎ
 درﺻﺪ ﺗﻐﯿﯿﺮ  ﮔﻮﻧﻪﮐﻠﯿﺪ آﺷﻮب ﺛﺎﺑﺖﮐﻠﯿﺪ   ﻫﺎداده
  -6/7  53712 00232 ﻟﻮﮔﻮ
اﺳﮑﻦ ﺗﯽﺳﯽ
  -22/2  19821  64751  ﻗﻠﺒﯽ
  -0/51  1618 4718 ﺻﻮرت
 -12/3 46261 43791 ﺳﻮﻧﻮﮔﺮاﻓﯽ
  0/3  63721 89621 ﺷﺒﮑﯿﻪ
 
  ﻣﯿﺎﻧﮕﯿﻦ ﺧﻄﺎي ﻣﻄﻠﻖ ﻧﯿﺰ ﻣﺸﺎﺑﻪ ﻣﯿﺎﻧﮕﯿﻦ ﻣﺮﺑﻊ ﺧﻄﺎ 
 ،ﺑﺎ اﯾﻦ ﺗﻔﺎوت ﮐﻪ در ﻣﯿﺎﻧﮕﯿﻦ ﻣﺮﺑﻊ ﺧﻄﺎ، ﺧﻄﺎي ﮐﻮﭼﮏ ،ﺑﺎﺷﺪﻣﯽ
، در ﻮدﺷﻧﻤﺎﯾﯽ ﻣﯽﺑﺰرگ ،ﻧﻤﺎﯾﯽ و ﺧﻄﺎﻫﺎي ﺑﺰرگﮐﻮﭼﮏ
-ﮐﻪ در ﻣﻌﯿﺎر ﻣﯿﺎﻧﮕﯿﻦ ﺧﻄﺎي ﻣﻄﻠﻖ، ﺧﻄﺎﻫﺎ ﺑﺪون ﺑﺰرگﺻﻮرﺗﯽ
  ﺷﻮد.ﻧﻤﺎﯾﯽ ﻧﺸﺎن داده ﻣﯽﻧﻤﺎﯾﯽ و ﯾﺎ ﮐﻮﭼﮏ
ﻣﯿﺎﻧﮕﯿﻦ ﻣﻄﻠﻖ ﺧﻄﺎي ﻧﺎﺷﯽ از رﻣﺰﮔﺸﺎﯾﯽ ﺑﺎ ﮐﻠﯿﺪ ﻧﺎدرﺳﺖ 
ﺑﺮ اﺳﺎس راﺑﻄﻪ  ،رﻣﺰﮔﺬاري در داده رﻣﺰﮔﺸﺎﯾﯽاز اﺿﺎﻓﻪ ﺷﺪه ﭘﺲ 
  آﻣﺪه اﺳﺖ. 3ﻣﺤﺎﺳﺒﻪ ﺷﺪه اﺳﺖ ﮐﻪ در ﻧﻤﻮدار  5
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: ﻣﯿﺎﻧﮕﯿﻦ ﺧﻄﺎي ﻣﻄﻠﻖ ﻣﯿﺎن دو ﺗﺼﻮﯾﺮ رﻣﺰ ﻧﺸﺪه و 3ﻧﻤﻮدار 
ﻫﺎي رﻣﺰﻧﮕﺎري رﻣﺰﮔﺸﺎﯾﯽ ﺷﺪه ﺗﻮﺳﻂ ﮐﻠﯿﺪ ﻧﺎدرﺳﺖ ﺗﻮﺳﻂ اﻟﮕﻮرﯾﺘﻢ
  ﮔﻮﻧﻪﺑﺎ ﮐﻠﯿﺪ ﺛﺎﺑﺖ و ﻣﺘﻐﯿﺮ آﺷﻮب دالراﯾﻦ
 دوره اول، ﺷﻤﺎره اول، 3931ﭘﺎﯾﯿﺰ     ﻣﺠﻠﻪ اﻧﻔﻮرﻣﺎﺗﯿﮏ ﺳﻼﻣﺖ و زﯾﺴﺖ ﭘﺰﺷﮑﯽ
 14 lanruoJ fo htlaeH dna lacidemoiB scitamrofnI :)1(1 ;4102 23-44 
  
ﻧﺴﺒﺖ ﭘﯿﮏ ﺳﯿﮕﻨﺎل ﺑﻪ ﻧﻮﯾﺰ، ﻣﻌﯿﺎري اﺳﺖ ﮐﻪ ﻧﺴﺒﺖ ﺣﺪاﮐﺜﺮ 
دﻫﺪ. ﻧﻮﯾﺰ ﺗﺨﺮﯾﺒﯽ را ﻧﺸﺎن ﻣﯽ ﺗﻮان ﻣﻤﮑﻦ ﺳﯿﮕﻨﺎل ﺑﻪ ﺗﻮان
اي ﮔﺴﺘﺮده ﺗﻮاﻧﺪ ﺷﺎﻣﻞ ﻣﺤﺪودهﺑﺎﺗﻮﺟﻪ ﺑﻪ اﯾﻨﮑﻪ ﺗﻮان ﺳﯿﮕﻨﺎل ﻣﯽ
  ﺷﻮد.ﺑﺎﺷﺪ، ﻣﻌﻤﻮﻻ در ﻣﻘﯿﺎس ﻟﮕﺎرﯾﺘﻤﯽ دﺳﯿﺒﻞ ﻣﺤﺎﺳﺒﻪ ﻣﯽ
ﻧﺴﺒﺖ ﭘﯿﮏ ﺳﯿﮕﻨﺎل ﺑﻪ ﻧﻮﯾﺰ ﻋﻤﻮﻣﺎً ﺑﻪ ﻋﻨﻮان ﻣﻌﯿﺎري از 
ﺳﺎزي ﺑﺎ اﺗﻼف ﮐﻨﻨﺪﻫﺎي ﻓﺸﺮدهاز ﮐﺪ ﻫﺎﮐﯿﻔﯿﺖ ﺑﺎزﺳﺎزي ﺗﺼﻮﯾﺮ
  .[5،53] ﺷﻮداﺳﺘﻔﺎده ﻣﯽ
ﻧﺴﺒﺖ ﭘﯿﮏ ﺳﯿﮕﻨﺎل ﺑﻪ ﻧﻮﯾﺰ ﻣﯿﺎن دو ، 6ﺑﺮ اﺳﺎس راﺑﻄﻪ 
  ﺰﻧﺸﺪه و رﻣﺰﮔﺸﺎﯾﯽ ﺷﺪه ﺑﺎ ﮐﻠﯿﺪ ﻧﺎدرﺳﺖ ﺑﺮاي ﺗﺼﻮﯾﺮ رﻣ
و  ﻣﺤﺎﺳﺒﻪ، ، ﺑﺎ ﮐﻠﯿﺪ ﺛﺎﺑﺖ و ﻣﺘﻐﯿﺮدالراﯾﻦﻫﺎي رﻣﺰﮔﺬاري روش
  ﻧﺸﺎن داده ﺷﺪه اﺳﺖ 4ﻧﻤﻮدار  در
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: ﻧﺴﺒﺖ ﭘﯿﮏ ﺳﯿﮕﻨﺎل ﺑﻪ ﻧﻮﯾﺰ ﻣﯿﺎن دو ﺗﺼﻮﯾﺮ رﻣﺰ ﻧﺸﺪه و 4ﻧﻤﻮدار 
ﻫﺎي رﻣﺰﻧﮕﺎري ﺖ ﺗﻮﺳﻂ اﻟﮕﻮرﯾﺘﻢرﻣﺰﮔﺸﺎﯾﯽ ﺷﺪه ﺗﻮﺳﻂ ﮐﻠﯿﺪ ﻧﺎدرﺳ
  ﮔﻮﻧﻪﺑﺎ ﮐﻠﯿﺪ ﺛﺎﺑﺖ و ﻣﺘﻐﯿﺮ آﺷﻮب دالراﯾﻦ
 
دﻫﺪ ﮐﻪ ﺣﺴﺎﺳﯿﺖ ﺑﻪ ﮐﻠﯿﺪ ﻧﯿﺰ دﺳﺖ آﻣﺪه ﻧﺸﺎن ﻣﯽ ﻧﺘﺎﯾﺞ ﺑﻪ
واﺑﺴﺘﻪ ﺑﻪ ﻫﺴﺘﻪ اﻟﮕﻮرﯾﺘﻢ اﺳﺖ و ﻣﺴﺘﻘﻞ از ﻣﺘﻐﯿﺮ ﯾﺎ ﺛﺎﺑﺖ ﺑﻮدن 
دﺳﺖ آﻣﺪه در ﻫﺮ دو ﺣﺎﻟﺖ اﻧﺪك ﺗﻔﺎوت ﺧﻄﺎي ﺑﻪ. ﺑﺎﺷﺪﮐﻠﯿﺪ ﻣﯽ
   .اﺳﺖ
  ﻮﯾﺮ اﻟﮕﻮﻫﺎي ﺳﯿﺎه و ﺳﻔﯿﺪ ﺗﻮﺳﻂ ، ﺗﺼ31در ﺷﮑﻞ 
ﺑﺎ ﮐﻠﯿﺪﻫﺎي ﺛﺎﺑﺖ و ﻣﺘﻐﯿﺮ، رﻣﺰﮔﺬاري ﺷﺪه  دالراﯾﻦﻫﺎي اﻟﮕﻮرﯾﺘﻢ
اﺳﺖ و در ﻣﺮﺣﻠﻪ رﻣﺰﮔﺸﺎﯾﯽ از ﮐﻠﯿﺪ دوم )ﮐﻠﯿﺪ ﻧﺎدرﺳﺖ( اﺳﺘﻔﺎده 
در رﻣﺰﮔﺸﺎﯾﯽ ﺑﺎ اﺳﺘﻔﺎده  اﮔﺮدﻫﺪ ﺷﮑﻞ ﻧﺸﺎن ﻣﯽاﯾﻦ  ﺷﺪه اﺳﺖ.
ﺑﺴﯿﺎر  ﮔﻮﻧﻪ از ﮐﻠﯿﺪ ﻧﺎدرﺳﺖ ﺣﺘﯽ ﺑﺎ اﺧﺘﻼفاز ﮐﻠﯿﺪ ﻣﺘﻐﯿﺮ آﺷﻮب
وﻟﯽ در  ﺷﻮدﻣﯽاﻧﺪك اﺳﺘﻔﺎده ﺷﻮد، اﻟﮕﻮي ﺗﺼﻮﯾﺮ ﺑﻪ ﮐﻠﯽ ﭘﻨﻬﺎن 
ﺷﻮد ﮐﻪ ﻣﯽﺑﺎ ﮐﻠﯿﺪ ﺛﺎﺑﺖ، اﻟﮕﻮي ﺗﺼﻮﯾﺮ ﺣﻔﻆ  دالراﯾﻦرﻣﺰﻧﮕﺎري 
  ﺷﻮد.ﻣﺤﺴﻮب ﻣﯽ دالراﯾﻦاﯾﻦ ﻣﺴﺌﻠﻪ ﻧﻘﻄﻪ ﺿﻌﻔﯽ ﺑﺮاي 
yeK citoahC yb detpyrcnE     yeK citatS yb detpyrcnE     egamI lanigirO
ytivitisneS yeK
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  : ﻧﻤﺎﯾﺶ ﺣﺴﺎﺳﯿﺖ ﺑﻪ ﮐﻠﯿﺪ ﺑﺎ رﻣﺰﮔﺸﺎﯾﯽ ﺑﺎ ﮐﻠﯿﺪ ﻧﺎدرﺳﺖ31ﺷﮑﻞ 
 
ﺮي ﮐﺮد ﮐﻪ اﮔﺮ داده اﺻﻠﯽ داراي ﮔﯿﺗﻮان ﻧﺘﯿﺠﻪﻃﻮر ﮐﻠﯽ ﻣﯽﺑﻪ
اﻟﮕﻮي ﻣﺸﺨﺺ و واﺿﺤﯽ ﺑﺎﺷﺪ، اﺳﺘﻔﺎده از ﮐﻠﯿﺪﻫﺎي ﻣﺘﻐﯿﺮ، 
دﻫﺪ. در ﻏﯿﺮ اﯾﻦ ﺻﻮرت ﺗﺎﺛﯿﺮ ﺣﺴﺎﺳﯿﺖ ﺑﻪ ﮐﻠﯿﺪ را اﻓﺰاﯾﺶ ﻣﯽ
  ﭼﻨﺪاﻧﯽ ﺑﺮ ﺣﺴﺎﺳﯿﺖ ﺑﻪ ﮐﻠﯿﺪ ﻧﺪارد.
 
  ﮔﯿﺮيﺑﺤﺚ و ﻧﺘﯿﺠﻪ
اﯾﻦ ﭘﮋوﻫﺶ ﺑﺎ ﻫﺪف ارزﯾﺎﺑﯽ و ﺑﺮرﺳﯽ اﺳﺘﻔﺎده از ﮐﻠﯿﺪ ﻣﺘﻐﯿﺮ 
  ، ﺑﺎ اﻟﮕﻮرﯾﺘﻢ رﻣﺰﻧﮕﺎري ﻫﺎﺰﻧﮕﺎري ﺗﺼﻮﯾﺮﮔﻮﻧﻪ در رﻣآﺷﻮب
 ﺻﻮرت ﮔﺮﻓﺖ. دالراﯾﻦ
ﻫﺎي ﻣﺘﻔﺎوت ﭘﻨﺞ دﺳﺘﻪ ﺗﺼﻮﯾﺮ ﮐﻪ داراي ﺧﺼﻮﺻﯿﺎت و وﯾﮋﮔﯽ
داراي  ﻫﺎﺑﻮدﻧﺪ، ﺑﺮاي ارزﯾﺎﺑﯽ اﻧﺘﺨﺎب ﺷﺪﻧﺪ. ﺑﺨﺸﯽ از ﺗﺼﻮﯾﺮ
اﺳﮑﻦ  TCﻫﺎي ﺗﯿﺰ )ﺗﺼﻮﯾﺮﻫﺎي اوﻟﺘﺮاﺳﻮﻧﺪ و ﺟﺰﺋﯿﺎت زﯾﺎد و ﻟﺒﻪ
دارﻧﺪ ﻫﺎي ﻧﺮم ﻮﺳﻂ و ﻟﺒﻪﺑﺎﺷﻨﺪ؛ ﺑﺨﺸﯽ دﯾﮕﺮ ﺟﺰﺋﯿﺎت ﻣﺘﻗﻠﺒﯽ( ﻣﯽ
ﺻﻮرت و ﺷﺒﮑﯿﻪ ﭼﺸﻢ( و ﺑﺨﺸﯽ داراي ﺟﺰﺋﯿﺎت  ﻫﺎي)ﺗﺼﻮﯾﺮ
  ﺑﺎﺷﻨﺪ. اﻧﺪك و ﻟﺒﻪ ﺗﯿﺰ )ﻟﻮﮔﻮﻫﺎ( ﻣﯽ
از ﺷﺶ ﻣﻌﯿﺎر ﺑﺮاي ارزﯾﺎﺑﯽ ﮐﺎراﯾﯽ و ﮐﯿﻔﯿﺖ رﻣﺰﻧﮕﺎري 
ﻣﻌﯿﺎر ﮐﯿﻔﯿﺖ رﻣﺰﻧﮕﺎري و ﯾﺎ ﻓﺎﮐﺘﻮر ﺣﺪاﮐﺜﺮ  از اﺳﺘﻔﺎده ﺷﺪه اﺳﺖ.
ﻫﺎي دو ﯿﺴﺘﻮﮔﺮاماﻧﺤﺮاف ﮐﻪ ﻣﻌﺮف ﻣﯿﺰان اﻧﺤﺮاف از ﻣﯿﺎﻧﮕﯿﻦ ﻫ
ﺑﺎﺷﺪ و ﻓﺎﮐﺘﻮر ﻫﻤﺒﺴﺘﮕﯽ ﻣﺘﻘﺎﺑﻞ دو ﺗﺼﻮﯾﺮ اﺻﻠﯽ و رﻣﺰﺷﺪه ﻣﯽ
اﺳﺘﻔﺎده ﺷﺪه اﺳﺖ.  ،ﺗﺼﻮﯾﺮ، ﺑﻪ ﻋﻨﻮان ﻣﻌﯿﺎرﻫﺎﯾﯽ ﺑﺎ اﻫﻤﯿﺖ ﺑﯿﺸﺘﺮ
از ﺗﻮزﯾﻊ ﻫﯿﺴﺘﻮﮔﺮام و ﭘﻨﻬﺎن ﮐﺮدن اﻟﮕﻮ ﻋﻤﺪﺗﺎً ﺑﺮاي ارزﯾﺎﺑﯽ 
ﺮﺑ ﯽﻨﺘﺒﻣ ﯽﮑﺷﺰﭘ ﺮﯾوﺎﺼﺗ يرﺎﮕﻧﺰﻣر ﺖﯿﻔﯿﮐ ﺰﯿﻟﺎﻧآ  ﻢﺘﯾرﻮﮕﻟا ﺮﺑ ﯽﻨﺘﺒﻣ ... ﻢﯿﻌﻧنارﺎﮑﻤﻫ و يدﺎﺑآ 
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ﺮﯾﻮﺼﺗيﺎﻫ  ﺰﯿﻧ ﺪﯿﻠﮐ ﻪﺑ ﺖﯿﺳﺎﺴﺣ و ﯽﺟوﺮﺧ خﺮﻧ زا و زﺎﺑ يﻮﮕﻟا ﺎﺑ
ﻌﻣ ناﻮﻨﻋ ﻪﺑ،ﯽﺒﻧﺎﺟ رﺎﯿ .ﺖﺳا هﺪﺷ هدﺎﻔﺘﺳا  
ﯽﺑﺎﯾزرا ﺮﯿﻐﺘﻣ ﺪﯿﻠﮐ زا هدﺎﻔﺘﺳا ﻪﮐ ﺖﺳا هداد نﺎﺸﻧ ﺎﻫ  
بﻮﺷآ ﺮﯾﻮﺼﺗ ود ﻞﺑﺎﻘﺘﻣ ﯽﮕﺘﺴﺒﻤﻫ و يرﺎﮕﻧﺰﻣر ﺖﯿﻔﯿﮐ ،ﻪﻧﻮﮔ
ﯽﻣ ﺶﻫﺎﮐ تﺪﺷ ﻪﺑ ار ﯽﻠﺻا و هﺪﺷﺰﻣر .ﺪﻫد  
ﺮﯾﻮﺼﺗ ياﺮﺑﯾﺎﻫﯽﻣ كﺪﻧا تﺎﯿﺋﺰﺟ ياراد ﻪﮐ ﯽ ﺖﯿﻔﯿﮐ ﺪﻨﺷﺎﺑ
ﺮﮐ نﺎﻬﻨﭘ و ماﺮﮔﻮﺘﺴﯿﻫ ﻊﯾزﻮﺗ ،يرﺎﮕﻧﺰﻣريﻮﻗ رﺎﯿﺴﺑ ﻮﮕﻟا ند ﺮﺗ
ﯽﻣ ترﻮﺻ .دﺮﯿﮔ  
 ﯽﺑﺎﯾزرا ﺞﯾﺎﺘﻧنﺎﺸﻧ ،ﺪﯿﻠﮐ ﻪﺑ ﺖﯿﺳﺎﺴﺣﺄﺗ ﯽﺑ هﺪﻨﻫد ندﻮﺑ ﺮﯿﺛ
ﻪﺑبﻮﺷآ ﺮﯿﻐﺘﻣ يﺎﻫﺪﯿﻠﮐ يﺮﯿﮔرﺎﮐﯽﻣ ﻪﻧﻮﮔﺳا و ﺪﺷﺎﺑ ﺪﯿﻠﮐ زا هدﺎﻔﺘ
بﻮﺷآﭻﯿﻫ ﻪﻧﻮﮔ ﺄﺗ .دراﺪﻧ ﻢﺘﯾرﻮﮕﻟا ﺪﯿﻠﮐ ﻪﺑ ﺖﯿﺳﺎﺴﺣ رد يﺮﯿﺛ  
ﻪﺑﯽﻣ ﯽﻠﮐ رﻮﻃﺰﻣر زا هدﺎﻔﺘﺳا ﻪﮐ ﺖﻓﺮﮔ ﻪﺠﯿﺘﻧ ناﻮﺗ ﺎﺑ يرﺎﮕﻧ
بﻮﺷآ ﺮﯿﻐﺘﻣ ﺪﯿﻠﮐ يرﺎﮕﻧﺰﻣر ﺖﯿﻔﯿﮐ و ﻮﮕﻟا ندﺮﮐ نﺎﻬﻨﭘ ،ﻪﻧﻮﮔ
ﻪﺑ)ﺮﯾﻮﺼﺗ ياﺮﺑ هﮋﯾويﺎﻫ  ﺮﯾﻮﺼﺗ يﻮﮕﻟا ﺎﺑ ﺎﯾ كﺪﻧا تﺎﯿﺋﺰﺟ ياراد
 (زرﺎﺑ يﺮﺗﻻﺎﺑ دوﺪﺣ ﺎﺑ ار2  ﻦﯿﻤﻀﺗ ﯽﺗﺎﺒﺳﺎﺤﻣ رﺎﺑ ﺶﯾاﺰﻓا ﺪﺻرد
ﯽﻣبﻮﺷآ يﺎﻫﺪﯿﻠﮐ زا هدﺎﻔﺘﺳا ﻦﯾاﺮﺑﺎﻨﺑ .ﺪﻨﮐ يرﺎﮕﻧﺰﻣر رد ﻪﻧﻮﮔ
ﻦﯾارلاد ﺮﯾﻮﺼﺗﺎﻫ، ﯽﻣ ﺶﯾاﺰﻓا ار تﺎﻋﻼﻃا ﺖﯿﻨﻣا.ﺪﻫد  
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Introduction: Growing application of medical information systems and various digital 
communication channels to transfer and share vital and medical information demonstrate the 
significance of medical data security and privacy policy. Nowadays several block cipher encryption 
algorithms secure information have done by encrypting them. Most of these algorithms are based on 
a block cipher that use a predetermined fixed/constant key with at least 128 bits length.  
Method: In this study encryption performed by Rijndael encryption algorithm using conventional 
constant and variable cipher key. Mackey Glass, known as chaotic system, attached in key 
expansion block of Rijndael and play role in place of its conventional key expansion procedure. 
Mackey Glass generates series of chaotic cipher key, monitored and modified by controlling block. 
Results: Both methods were evaluated by 6 individual criteria. Results have shown that variable 
chaotic keys are significantly successful to hide medical image pattern and histogram distribution 
with 2.47 percent increase in computational time where conventional Rijndael failed. Moreover this 
modification does not lead to considerable changes in sensitivity. 
Conclusion: Employing chaotic system in Rijndael key expansion block for medical images 
improves security of medical information and privacy policy. 
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