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EIGRP: Es un protocolo de enrutamiento dinámico utilizado en redes TCP/IP y de 
Interconexión de Sistemas Abierto (OSI) como un protocolo de enrutamiento del 
tipo vector distancia avanzado, propiedad de Cisco, que ofrece las mejores 
características de los algoritmos vector distancia y de estado de enlace. 
INTERFACES: Es un circuito físico que envía o recibe señales de un sistema 
hacia otro, esta noción sirve para señalar a la conexión que se da de manera física 
y a nivel de utilidad entre dispositivos o sistemas, por lo tanto, es una conexión 
entre dos máquinas o equipos de comunicación. 
OSPF: Es un protocolo de enrutamiento dinámico de tipo jerárquico de pasarela 
interior o IGP (Interior Gateway Protocol), que usa el algoritmo Dijkstra enlace-
estado (LSE – Link State Algorithm) para calcular la mejor ruta entre dos nodos de 
un sistema autónomo. 
PROTOCOLOS ENRUTAMIENTO: Son el conjunto de reglas utilizadas por un 
Router cuando se comunica con otros equipos de red con el fin de compartir 
información de conectividad, en un lenguaje destinado para este fin en la 
configuración de estos equipos de red. 
ROUTER: Es un dispositivo que administra el tráfico de datos que circula en una 
red de computadoras. Router es un anglicismo que significa enrutador o 
direccionador. Sin embargo, el uso del término original se ha extendido en el 
mundo de la informática y es el que prevalece hoy en día. 
SWITCH: Los switches se utilizan para conectar varios dispositivos a través de la 
misma red. De esta manera, un Switch puede conectar varias computadoras, 
impresoras y servidores para crear una red de servicios compartidos dentro de 
una oficina o edificio. La diferencia con un Router es que este liga los aparatos a la 







En el presente trabajo se pondrá en práctica simulada las habilidades aprendidas 
durante el diplomado CCNP de Cisco, para el cual se trabajará en dos escenarios 
propuestos en los cuales se implementará las competencias de enrutamiento y 
conmutación de paquetes de datos que se requiere en diferentes ejemplos de 
redes de comunicación.  
Para el primer escenario se plantea el manejo de una Empresa de confecciones 
que posee tres sucursales en las ciudades de Bogotá, Medellín y Bucaramanga, 
en donde el estudiante será el administrador de la red, el cual deberá configurar e 
interconectar entre sí cada uno de los dispositivos que forman parte del escenario, 
acorde con los lineamientos establecidos para el direccionamiento IP, protocolos 
de enrutamiento y demás aspectos que forman parte de la topología de red. 
En el segundo escenario se plantea una empresa de comunicaciones presenta 
una estructura Core acorde a la topología de red, en donde el estudiante será el 
administrador de la red, el cual deberá configurar e interconectar entre sí cada uno 
de los dispositivos que forman parte del escenario, acorde con los lineamientos 
establecidos para el direccionamiento IP, ether-channels, VLAN’s y demás 













A lo largo del tiempo en la historia del ser humano, la comunicación entre 
diferentes grupos de personas ha sido un ítem importante para el desarrollo de la 
civilización. Hoy en día gracias a las tecnologías de la información esta 
comunicación es mas sencilla y es muy importante contar con profesionales que 
tengan el conocimiento necesario para el desarrollo de los sistemas y uso de 
infraestructura necesaria para hacer posible la comunicación con las personas. 
En el presente documento se mostrará las habilidades aprendidas y reforzadas en 
el diplomado de profundización Cisco CCNP, mediante el cual se implementa el 
desarrollo de diferentes ejercicios donde se aplicará los conocimientos de 
enrutamiento por medio de herramientas de simulación como Packet Tracer. Se 
realizará la configuración de equipos de comunicaciones para el uso de protocolos 
de enrutamiento y la comunicación entre estos en las primeras capas del modelo 
OSI. 
Se implementará los conocimientos adquiridos a lo largo del curso en la modalidad 
de Routing, para el manejo de equipos de enrutamiento aplicando la configuración 
correspondiente con el uso adecuado de diferentes protocolos dinámico, esto con 
el fin de poder mostrar la conectividad de varios equipos en una simulación para 
una empresa o compañía a nivel de red WAN. 
Para un segundo escenario se vera la implementación de configuración necesaria 
por medio del sistema de Switching, en el cual se hará uso de diferentes equipos 
que se utilizan para la comunicación a nivel LAN en una red empresarial y el 










Escenario 1:  











1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los Router R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords 
en los Router. Configurar las interfaces con las direcciones que se 






R1(config)#no ip domain-lookup 
R1(config)#line con 0 
R1(config-line)#logging synchronous 
R1(config-line)#interface serial 0/0/0 
R1(config-if)#description Contra R2 





R1(config)#router ospf 1 
R1(config-router)#router-id 1.1.1.1 
R1(config-router)#network 10.113.12.0 
0.0.0.255 area 5 
R1(config-router)#exit 
Ingreso a modo privilegiado 
Ingreso a modo de configuración 
Cambio de nombre del equipo 
Desactivar traducción de nombres 
Ingreso línea de consola 
Sincronización de mensajes 
Ingreso a interfaz serial 
Descripción de la interfaz 
Asignación de IP a la interfaz 
 
Encendido de la interfaz 
 
 
Ingreso a protocolo ospf 
Identificación del Router 
Nueva red a la tabla del Router y 









R2(config)#no ip domain-lookup 
R2(config)#line con 0 
R2(config-line)#logging synchronous 
R2(config-line)#interface serial 0/0/0 
R2(config-if)#description Contra R1 




R2(config)#interface serial 0/1/0 
R2(config-if)#description Contra R3 
Ingreso a modo privilegiado 
Ingreso a modo de configuración 
Cambio de nombre del equipo 
Desactivar traducción de nombres 
Ingreso línea de consola 
Sincronización de mensajes 
Ingreso a interfaz serial 
Descripción de la interfaz 
Asignación de IP a la interfaz 
 
Encendido de la interfaz 
 
Ingreso a interfaz serial 










R2(config)#router ospf 1 
R2(config-router)#router-id 2.2.2.2 
R2(config-router)#network 10.113.12.0 
0.0.0.255 area 5 
R2(config-router)#network 10.113.13.0 
0.0.0.255 area 5 
R2(config-router)#exit 
R2(config)# 
Asignación de IP a la interfaz 
 
Encendido de la interfaz 
 
 
Ingreso a protocolo ospf 
Identificación del Router 
Nueva red a la tabla del Router y 









R3(config)#no ip domain-lookup 
R3(config)#line con 0 
R3(config-line)#logging synchronous 
R3(config-line)#interface serial 0/0/0 
R3(config-if)#description Contra R2 




R3(config)#interface serial 0/1/0 
R3(config-if)#description Contra R4 





R3(config)#router ospf 1 
R3(config-router)#router-id 3.3.3.3 
R3(config-router)#network 10.113.13.0 
0.0.0.255 area 5 
R3(config-router)#exit 
R3(config)# 
R3(config)#router eigrp 15 
R3(config-router)#network 172.19.34.0 
R3(config-router)#exit 
Ingreso a modo privilegiado 
Ingreso a modo de configuración 
Cambio de nombre del equipo 
Desactivar traducción de nombres 
Ingreso línea de consola 
Sincronización de mensajes 
Ingreso a interfaz serial 
Descripción de la interfaz 
Asignación de IP a la interfaz 
 
Encendido de la interfaz 
 
Ingreso a interfaz serial 
Descripción de la interfaz 
Asignación de IP a la interfaz 
 
Encendido de la interfaz 
 
 
Ingreso a protocolo ospf 
Identificación del Router 
Nueva red a la tabla del Router y 
área del protocolo 
 
 
Ingreso a protocolo eigrp grupo 15 














R4(config)#no ip domain-lookup 
R4(config)#line con 0 
R4(config-line)#logging synchronous 
R4(config-line)#interface serial 0/0/0 
R4(config-if)#description Contra R3 




R4(config)#interface serial 0/1/0 
R4(config-if)#description Contra R5 









Ingreso a modo privilegiado 
Ingreso a modo de configuración 
Cambio de nombre del equipo 
Desactivar traducción de nombres 
Ingreso línea de consola 
Sincronización de mensajes 
Ingreso a interfaz serial 
Descripción de la interfaz 
Asignación de IP a la interfaz 
 
Encendido de la interfaz 
 
Ingreso a interfaz serial 
Descripción de la interfaz 
Asignación de IP a la interfaz 
 
Encendido de la interfaz 
 
 
Ingreso a protocolo eigrp grupo 15 









R5(config)#no ip domain-lookup 
R5(config)#line con 0 
R5(config-line)#logging synchronous 
R5(config-line)#interface serial 0/0/0 
R5(config-if)#description Contra R4 





Ingreso a modo privilegiado 
Ingreso a modo de configuración 
Cambio de nombre del equipo 
Desactivar traducción de nombres 
Ingreso línea de consola 
Sincronización de mensajes 
Ingreso a interfaz serial 
Descripción de la interfaz 
Asignación de IP a la interfaz 
 











Ingreso a protocolo eigrp grupo 15 




2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación 
de direcciones 10.1.0.0/22 y configure esas interfaces para participar en el 
área 5 de OSPF. 
R1(config)#interface Loopback 10 
R1(config-if)#ip address 10.1.0.1 
255.255.255.0 
R1(config-if)#exit 
R1(config)#interface Loopback 20 
R1(config-if)#ip address 10.1.1.10 
255.255.255.0 
R1(config-if)#exit 
R1(config)#interface Loopback 30 
R1(config-if)#ip address 10.1.2.20 
255.255.255.0 
R1(config-if)#exit 
R1(config)#interface Loopback 40 




R1(config)#router ospf 10 
R1(config-router)#router-id 1.1.1.1 




% Incomplete command. 
R1(config-router)#network 10.1.0.0 
255.255.252.0 area 5 
R1(config-router)# 
R1(config-router)#interface loopback 10 
R1(config-if)#ip ospf network point-to-
point 
R1(config-if)#exit 
R1(config)#interface loopback 20 
R1(config-if)#ip ospf network point-to-
point 
Creación interfaz loopback 
Asignación de IP a interfaz 
 
 
Creación interfaz loopback 
Asignación de IP a interfaz 
 
 
Creación interfaz loopback 
Asignación de IP a interfaz 
 
 
Creación interfaz loopback 




Ingreso a protocolo ospf 
Identificación del Router 
 
 
Nueva red a la tabla del Router y 
área del protocolo 
 
Nueva red a la tabla del Router y 
área del protocolo 
 
Ingreso interfaz loopback 
Asignación protocolo ospf en 
interfaz 
 
Ingreso interfaz loopback 







R1(config)#interface loopback 30 
R1(config-if)#ip ospf network point-to-
point 
R1(config-if)#exit 
R1(config)#interface loopback 40 





Ingreso interfaz loopback 
Asignación protocolo ospf en 
interfaz 
 
Ingreso interfaz loopback 




3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación 
de direcciones 172.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 15. 
 
R5(config)# 
R5(config)#interface loopback 100 
R5(config-if)#ip address 172.5.0.1 
255.255.255.0 
R5(config-if)#exit 
R5(config)#interface loopback 200 
R5(config-if)#ip address 172.5.1.1 
255.255.255.0 
R5(config-if)#exit 
R5(config)#interface loopback 300 
R5(config-if)#ip address 172.5.2.1 
255.255.255.0 
R5(config-if)#exit 
R5(config)#interface loopback 400 











Creación interfaz loopback 
Asignación de IP a interfaz 
 
 
Creación interfaz loopback 
Asignación de IP a interfaz 
 
 
Creación interfaz loopback 
Asignación de IP a interfaz 
 
 
Creación interfaz loopback 




Ingreso a protocolo eigrp grupo 15 
Sumarizar rutas 









4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
 
Figura 3 Rutas aprendidas Router R3 
 
 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo. 
 
R3(config)# 
R3(config)#router eigrp 10 
R3(config-router)#redistribute ospf 1 
metric 50000 100 255 1 1500 
R3(config-router)#exit 
R3(config)# 
R3(config)#router ospf 1 
R3(config-router)#log-adjacency-
changes 
R3(config-router)#redistribute eigrp 10 
subnets 
R3(config-router)#exit 
R3(config)#router eigrp 10 
R3(config-router)#redistribute ospf 1 
 
Ingreso a protocolo eigrp grupo 10 
Redistribución de rutas protocolo 
ospf en eigrp 
 
 
Ingreso a protocolo ospf 
Registro en archivo de cambios de 
adyacencias 
Redistribución de rutas protocolo 
eigrp en ospf 
 
Ingreso a protocolo eigrp grupo 10 





metric 1544000 20000 255 1 1500 
R3(config-router)#exit 
R3(config)# 






6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen 
en su tabla de enrutamiento mediante el comando show ip route. 
 


















Figura 6 Topología Escenario 2 
 
 
Figura 7 Simulación en Packet Tracer Escenario 2 
 
 














Ingresar modo privilegiado 
Ingresar a modo de configuración 
Se ingresa un rango de interfaces 
Se apaga e rango seleccionado 
 
 























Asignacion de nombre al dispositivo 
 
 
c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
LACP. Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y para DLS2 
utilizará 10.12.12.2/30. 
2) Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
3) Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 















DLS1(config)#interface port-channel 12 
DLS1(config-if)#ip address 10.12.12.1 
255.255.255.252 
DLS1(config-if)#exit 



















Se deshabilita puertos troncalizados 
Se activa el grupo 12 para el port 
channel con protocolo LACP 
Se encienden interfaces 
 
 
Ingreso a la interface port channel 12 
Se asigna direccion IP a la interface 
del port channel 
 
Ingreso a un rango de interfaces 
Se activa encapsulado dot1q en las 
interfaces 
Se troncaliza la vlan nativa 500 
 
Se configura modo troncalizado en 
las interfaces 
Se retira negociacion para puertos 
troncalizados 
Se enciende rango de interfaces 
 
Ingreso  un rango de interfaces 
Se activa el grupo 1 para el port 
channel con protocolo LACP 
 
Ingreso  un rango de interfaces 
Se activa el grupo 4 para activar el 










DLS2(config)#interface port-channel 12 
DLS2(config-if)#ip address 10.12.12.2 
255.255.255.252 
DLS2(config-if)#exit 
DLS2(config)#int ran f0/7-10 
DLS2(config-if-range)#switchport trunk 
encapsulation dot1q 
Ingreso  un rango de interfaces 
Se deshabilita puertos troncalizados 
Se activa el grupo 12 para el port 
channel con protocolo LACP 
Se encienden interfaces 
 
Ingreso a la interface port channel 12 
Se asigna direccion IP a la interface 
del port channel 
 
Ingreso a un rango de interfaces 






















Se troncaliza la vlan nativa 500 
 
Se configura modo troncalizado en 
las interfaces 
Se retira negociacion para puertos 
troncalizados 
Se enciende rango de interfaces 
 
Ingreso  un rango de interfaces 
Se activa el grupo 2 para el port 
channel con protocolo LACP 
 
Ingreso  un rango de interfaces 
Se activa el grupo 3 para activar el 




ALS1(config)#inter rang f0/7-10 
ALS1(config-if-range)#switch mode trun 
ALS1(config-if-range)#switchport trunk 











Command rejected: Bad VLAN list 
Command rejected: Bad VLAN list 
ALS1(config-if-range)#no shut 
ALS1(config-if-range)#exit 






Command rejected: Bad VLAN list 
Command rejected: Bad VLAN list 
Ingreso  un rango de interfaces 
Se activa modo troncal en interfaces 
Se troncaliza la vlan nativa 500 
 
Se retira negociacion en interfaces 
Se enciende las interfaces 
 
 
Ingreso a un rango de interfaces 
Se activa el grupo 1 para el port 
channel con protocolo LACP 
Se especifica lista de vlan que se 




Se enciende el rango de interfaces 
 
Ingreso a un rango de interfaces 
Se activa el grupo 3 para el port 
channel con protocolo PAgP 
Se especifica lista de vlan que se 















ALS2(config)#inter ran f0/7-10 
ALS2(config-if-range)#swit mod trun 











Command rejected: Bad VLAN list 
Command rejected: Bad VLAN list 
ALS2(config-if-range)#no shut 
ALS2(config-if-range)#exit 






Command rejected: Bad VLAN list 




Ingreso  un rango de interfaces 
Se activa modo troncal en interfaces 
Se troncaliza la vlan nativa 500 
 
Se retira negociacion en interfaces 
Se enciende las interfaces 
 
Ingreso a un rango de interfaces 
Se activa el grupo 2 para el port 
channel con protocolo LACP 
Se especifica lista de vlan que se 




Se enciende el rango de interfaces 
 
Ingreso a un rango de interfaces 
Se activa el grupo 4 para el port 
channel con protocolo PAgP 
Se especifica lista de vlan que se 








d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
2) Configurar DLS1 como servidor principal para las VLAN. 
3) Configurar ALS1 y ALS2 como clientes VTP. 
 
Switch DLS1 
DLS1(config)#vtp domain CISCO 
ALS1(config)#vtp ver 3 






                     ^ 
% Invalid input detected at '^' marker. 
  
 
DLS1(config)#vtp password ccnp321 







Se asigna contraseña al vtp 
Se habilita vtp modo transparente 
Para este ejercicio se pide VTP version 3, pero el simulador packet tracert no 
soporta esta version de VTP, por esta razon y para poder crear las vlan 1010, 




DLS2(config)#vtp ver 2 
DLS2(config)#vtp mode transparent 





DLS2(config)#spanning-tree vlan 123,234 
root primary 
Se habilita vtp version 2 
Se habilita vtp modo transparente 
 
 
Se asigna prioridad como alternativo 
a grupo de vlan 
 
Se asigna prioridad como principal a 




ALS1(config)#vtp domain CISCO 
Changing VTP domain name from NULL 
to CISCO 
ALS1(config)#vtp ver 3 
                     ^ 
% Invalid input detected at '^' marker. 
  
ALS1(config)#vtp mod client 
Setting device to VTP CLIENT mode. 
ALS1(config)#vtp password ccnp321 
Setting device VLAN database password 
to ccnp321 
ALS1(config)# 







Se habilita modo cliente en el vtp 
 




Para este ejercicio se pide VTP version 3, pero el simulador packet tracert no 
soporta esta version de VTP, por esta razon y para poder crear las vlan 1010, 








e. Configurar en el servidor principal las siguientes VLAN: 
 
Tabla 1 Configuración Vlan 
Número de VLAN  Nombre de VLAN  Número de VLAN  Nombre de VLAN  
500  NATIVA  434  PROVEEDORES  
12  ADMON  123  SEGUROS  
234  CLIENTES  1010  VENTAS  
1111  MULTIMEDIA  3456  PERSONAL  
 
f. En DLS1, suspender la VLAN 434. 
 
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, 
y configurar en DLS2 las mismas VLAN que en DLS1. 
 
h. Suspender VLAN 434 en DLS2. 
 
i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red. 
 
j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 
1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234. 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 
una raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456. 
 
l. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de éstos puertos. 
 
m. Configurar las siguientes interfaces como puertos de acceso, asignados a 
las VLAN de la siguiente manera: 
 
Tabla 2 Asignación de interfaces a Vlan 
Interfaz  DLS1  DLS2  ALS1  ALS2  
Interfaz Fa0/6  3456  12 , 1010  123, 1010  234  
Interfaz Fa0/15  1111  1111  1111  1111  







Ingreso a modo configuracion 
Se crea vlan 










                  ^ 























1,12,434,500,1010,1111,3456 root primary 
DLS1(config)#spanning-tree vlan 123,234 
root secondary 
DLS1(config)#interface port-channel 1 
DLS1(config-if)#switchport trunk allowed 
vlan 12,123,234,500,1010,1111,3456 








DLS1(config)#interface  f0/15 
DLS1(config-if)#switchport access vlan 
1111 
Se crea vlan 
Se asigna nombre a vlan creada 
 
Comando no soportado por packet 




Se crea vlan 
Se asigna nombre a vlan creada 
 
Se crea vlan 
Se asigna nombre a vlan creada 
 
Se crea vlan 
Se asigna nombre a vlan creada 
 
Se crea vlan 
Se asigna nombre a vlan creada 
 
Se crea vlan 
Se asigna nombre a vlan creada 
 
Se crea vlan 
Se asigna nombre a vlan creada 
 
 
Se asigna prioridad como principal a 
grupo de vlan 
Se asigna prioridad como alternativo 
a grupo de vlan 
Ingreso a interfaces port-channel 1 
Se especifica lista de vlan que se 




Se ingresa a interface especifica 
Se habilita troncal modo acceso para 
vlan especifica 
Se enciende interface 
 
Se ingresa a interface especifica 








DLS1(config)#inter ran f0/1-5, f0/13-14, 
f0/16-24, g0/1-2 
DLS1(config-if-range)#switchport access 




Se enciende interface 
 
Se ingresa a un rango de interfaces 
 
Se habilita troncal modo acceso para 
vlan especifica 












                  ^ 

























Se crea vlan 
Se asigna nombre a vlan creada 
 
Se crea vlan 
Se asigna nombre a vlan creada 
 
Comando no soportado por packet 




Se crea vlan 
Se asigna nombre a vlan creada 
 
Se crea vlan 
Se asigna nombre a vlan creada 
 
Se crea vlan 
Se asigna nombre a vlan creada 
 
Se crea vlan 
Se asigna nombre a vlan creada 
 
Se crea vlan 
Se asigna nombre a vlan creada 
 
Se crea vlan 
Se asigna nombre a vlan creada 
 
 
Se crea vlan 
Se asigna nombre a vlan creada 





DLS2(config-if)#switchport access vlan 12 













Se habilita troncal modo acceso para 
vlan especifica 
 
Se enciende interface 
 
Se ingresa a interface especifica 
Se habilita troncal modo acceso para 
vlan especifica 
Se enciende interface 
 
Se ingresa a un rango de interfaces 
Se habilita troncal modo acceso para 
vlan especifica 





ALS1(config-if)#switchport access vlan 
123 





ALS1(config-if)#switchport access vlan 
1111 
ALS1(config-if)#no shut 
Se ingresa a interface especifica 
Se habilita troncal modo acceso para 
vlan especifica 
Se habilita troncal modo acceso para 
vlan especifica 
Se enciende interface 
 
Se ingresa a interface especifica 
Se habilita troncal modo acceso para 
vlan especifica 










ALS2(config-if)#switchport access vlan 
1111 
ALS2(config-if)#no shut 
Se ingresa a interface especifica 
Se habilita troncal modo acceso para 
vlan especifica 
Se enciende interface 
 
Se ingresa a interface especifica 
Se habilita troncal modo acceso para 
vlan especifica 











a. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso 
 









































































Se logra aprender y reconocer diferentes tipos de configuración por medio de un 
simulador, para entender y dar conexión a nivel de enrutamiento entre diferentes 
equipos de una red de datos formada. 
 
Gracias al conocimiento adquirido se logra simular en diferentes escenarios la 
correcta configuración y puesta en marcha de equipos de enrutamiento utilizando 
diferentes protocolos dinámicos tales como OSPF y EIGRP. 
 
Se adquiere habilidades esenciales para poder diseñar y poner en marcha un 
sistema de Networking para el uso de una compañía simulando una red extensa 
entre dos redes con diferentes sistemas de enrutamiento dinámico. 
 
Se adquiere habilidades para el diseño y operación de un sistema de red local a 
nivel empresarial, haciendo uso de equipos esenciales de datos y sistemas de 
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