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Storitve v oblaku predstavljajo vejo računalništva, ki je v modernem življenju vedno bolj 
uporabna. V zadnjih nekaj letih je ta vrsta tehnologije doživela velik vzpon z vidika razvoja in 
same uporabe. Velik vpliv ima zagotovo tako na zasebno kot tudi karierno življenje. Hiter in 
nenehen razvoj digitalnega sveta raznim podjetjem za nemoteno delovanje vzbuja potrebo po 
ažurnem iskanju optimalnih rešitev, saj jih to drži v stiku s časom in konkurenco. Mnogi menijo, 
da je to z oblakom enostavnejše in učinkovitejše. 
V diplomskem delu je v uvodu poudarek namenjen poznavanju definicij računalništva v oblaku. 
Predstavili smo različne vrste oblačnih storitev in nivojev. K še boljšemu poznavanju samega 
oblaka pripomore tudi arhitektura storitve, ki je skupaj z arhitekturnim konceptom pred uvedbo 
oblaka predstavljena v nadaljevanju diplomskega dela. Vsekakor nismo mogli mimo večnega 
vprašanja, ki mnogim še dandanes predstavlja negotovost in glavne pomisleke – varnost 
oblačnih storitev. Temu poglavju smo zato namenili večjo pozornost in se dotaknili samih 
mehanizmov za zagotavljanje varnosti ter predstavili najboljše prakse.  
Prednosti oblačnih storitev je kar nekaj in teh na spletu ni težko najti. Nekoliko drugače je s 
slabostmi, o katerih piše le malokdo. V diplomsko delo sta z vidika boljšega poznavanja 
vključeni obe plati.  
Sledi bolj psihološki del, in sicer uporabniški vidiki uporabe oblačnih storitev. V naslov smo 
zajeli probleme pri uvajanju sprememb v delovni proces in predstavili načine, kako se s tem 
spopademo, zaposlene dobro pripravimo ter vpeljemo v samo spremembo.  
V drugem delu diplomskega dela pa smo se dotaknili pisarniške storitve Office 365 in uporabe 
storitev v podjetju GEN-I. Storitev Office 365 marsikdo poimenuje pisarna prihodnosti, zato 
smo predstavili nekaj ključnih, vse bolj uporabnih orodij in temu dodali še vpogled v uporabo 
na podjetju GEN-I.  
Na koncu smo opisali še vpeljavo oblačnih storitev (orodja Office 365) v Službo za stike z 
odjemalci na podjetju GEN-I. Ta del zajema predstavitev stanja pred uvedbo oblačnih storitev, 
prenovo sistema in stanje sedaj.  






Cloud services represent a branch in computing that is becoming increasingly useful in our 
digitalized, modernized life. In the last few years, this type of technology has experienced a 
major boom in terms of development and its application. It certainly has had a significant impact 
on both our private lives as well as our job-related activities. The rapid and continuous 
development of the digital world makes it crucial for various companies to find optimal 
solutions for an up-to-date operation. It keeps them ahead of time and their competition. Many 
agree on the fact that working within the cloud is simpler and more efficient.  
In the introduction of this bachelor thesis, the emphasis is on the definitions of cloud computing. 
Furthermore, we presented different types of cloud services and levels. The service's 
architecture also contributes to an even better understanding of the cloud, which is presented in 
the continuation of the thesis, together with the architectural concept before implementing the 
cloud. The question of the security of cloud services that still raises uncertainty and major 
concerns did not go by unnoticed. It is addressed in the following chapter and expanded to the 
security mechanisms themselves while presenting the best practices.  
On the one hand, there is much literature to be found regarding the advantages of using cloud 
services. On the other hand, very few authors are stressing out the disadvantages. Furthermore, 
this thesis includes both advantages and disadvantages to offer a more holistic overview. This 
chapter is followed by a more psychological part, namely the user aspects of using cloud 
services. In that part, we covered the problems introducing changes in the workplaces and 
presented how we deal in presenting the new processes and the overall change to our employees.  
In the second part of the thesis, we presented the Office 365 services currently being used in 
GEN-I. Many would agree that the Office 365 tool represents the future. Thus we decided to 
present a few keywords, increasingly useful tools, and added insight into the use at GEN-I. To 
conclude, we elaborated on describing the introduction of cloud services (Office 365) in the 
Customer Relations Department at GEN-I. The overview represents the situation before 
implementing cloud services, the system's overhaul, and the current situation. 









Oblak predstavlja zelo zlorabljeno, a še vedno ne povsem razumljivo besedo. Računalništvo v 
oblaku in z njim povezani pojmi že leta polnijo naslovnice, ki temeljijo tako na pozitivnih kot 
tudi negativnih kritikah. Oblačne storitve so v računalništvu pripomogle k novi dobi; 
tehnologijo in poslovne preskoke, ki so in bodo sledili, naslanjamo na razvoj oblaka. 
Neizpodbitno dejstvo je, da brez oblačnih tehnologij dandanes najverjetneje ne bi govorili o 
umetni inteligenci, samovozečih avtomobilih, startupih ipd.  
Trend na področju informacijske tehnologije je torej oblak, ki prinaša številne prednosti v 
vsakdanjem življenju. Z njim povezani procesi, tehnologije in orodja pripomorejo k boljši 
prilagodljivosti, mobilnosti, učinkovitosti itd. Med številne prednosti pa sodijo tudi nižji stroški 
poslovanja, kar nedvomno pozitivno vpliva na številne startupe in ostala podjetja. Gre namreč 
za tehnologijo, ki ne zahteva ogromnih investicij tako v strojno kot tudi programsko opremo, 
saj se do vseh storitev, aplikacij in orodij dostopa preko interneta. Sicer lahko tako podjetja, kot 
tudi dotične osebe postavijo lastno infrastrukturo, zgradijo svoj lokalni sistem, a je podobno kot 
z drugimi stvarmi, ki se izdelujejo po meri (npr. obleka, pohištvo) to precej drago in zamudno. 
Z oblačnimi storitvami se sicer vsi srečujemo tudi v prostem času. Uporabniki interneta 
zagotovo uporabljajo Google, Gmail, Facebook, YouTube, Spotify, digitalne knjige ipd. Vse to 
dandanes že zajema oblak. Vse, kar smo nekoč torej fizično »držali v rokah«, npr. glasbo, 
knjige, šah ipd. postaja vedno bolj digitalizirano. Je že res, da to prihrani precej časa (nakup), 
prostora in stroškov, a se je vredno vprašati: Knjiga na tablici ali fizično na polici? Kaj z večjim 
užitkom držimo v roki in beremo? Še hujše: Kam gredo digitalne knjige, ko lastnika ni več? 
Fizične knjige zagotovo ostanejo naslednji generaciji.  
Težko bi našli drugo panogo, ki je v zadnjih letih doživela večji razvoj kot ta. Računalništvo v 
oblaku se je, se in se bo razvijalo bliskovito hitro. K temu nas ne nazadnje prisilijo tudi 
okoliščine, kot na primer v začetku leta 2020, ko je udarila pandemija covid-19 in pripomogla 
k razcvetu oblaka. Z njim povezano delo od doma je zagotovo ena najbolj vročih tem, ki so 
zadnje čase prisotne med nami.  
Oblaku se torej ne moremo več upreti. Od vsakega pa je odvisno, kako ga bo sprejel in kako bo 
ta vplival na njegovo vsakdanje življenje. 
K izbiri teme za diplomsko nalogo je pripomoglo praktično usposabljanje in kasnejša zaposlitev 
v podjetju GEN-I, kjer zdaj delam tri leta. Delo z oblačnimi storitvami, konkretneje kot skrbnik 
storitve Microsoft 365, kadrovskega orodja Gecko HRM, izobraževalnega orodja LMS 365, 
spletnih strani in Azure orodij, združujejo in sestavljajo naziv skrbnika IT poslovnih storitev. V 
preteklosti pa so pripomogle k porastu zanimanja do oblačnih storitev in vzljubiti dela z njimi, 






Oblak ni izdelek, je shranjevanje in dostopanje do informacij preko interneta, namesto s 
krajevnega diska. V življenja generacij je prišel neopazno (primer: Facebook). Direktor 
digitalizacije na podjetju GEN-I, David Vidmar, je oblak opisal kot katalizator, s katerim lahko 
nekatere ideje preverjamo enostavneje, lažje in ceneje, kot bi jih sicer. Če hočemo uporabljati 
najnovejše tehnologije ali orodja, moramo uporabljati oblak, saj te po večini drugje niso več na 
voljo.  
Oblak, za katerega obstaja ogromno razlag, bi lahko opisali še kot paradigmo, način, kako 
nekdo razmišlja o reševanju IT problemov. Je dostop do neskončnih virov in sredstev, ki so 
potrebni za reševanje. Če v nasprotju z današnjim stanjem zgolj pomislimo, kako je bil vsakdo 
pred leti hvaležen za 100 MB (megabajt) mesečnega prenosa podatkov in kako cenovno 
potrošno je to bilo, lahko razberemo, da živimo v fazi oblačne revolucije. 
2.1 Oblačne storitve 
Računalništvo v oblaku je razdeljeno na tri različne kategorije, ki so prikazane na sliki 1. 
1. Infrastruktura kot storitev – IaaS. 
2. Platforma kot storitev – PaaS. 
3. Programska oprema kot storitev – SaaS. 
V sliko 1 je sicer zajeta še lokalna storitev (ang. on-premises), ki pa je ne vključujemo v oblačne 
storitve, saj sta tako strojna, kot tudi programska oprema nameščeni in locirani v prostorih 
organizacije, ki jih uporablja. 
 




2.1.1 Infrastruktura kot storitev – IaaS 
Velja za najprilagodljivejšo storitev, kjer specifična oseba ali organizacija ni več dolžna skrbeti 
za vse. [1] Tu se vključi tudi oblačni ponudnik, pri katerem si je moč izposoditi strojno opremo. 
V nasprotju s PaaS in SaaS, zagotavlja nadzor najnižjih ravni v oblaku – gre torej za najem 
strežnika v oblaku. 
Odjemalcem je dolžan zagotoviti nadzor nad uporabo osnovne računalniške in mrežne opreme 
(podatkovni center, varovanje, samo delovanje), medtem ko potrošniki delajo na višjem nivoju, 
in sicer upravljanje z virtualnimi storitvami in pravilno konfigurirana storitev (npr. operacijski 
sistem). 
IaaS, ki se je kot računalniški model pojavil v začetku leta 2010, se običajno uporablja za: [1] 
1. migracijske delovne obremenitve, 
2. testiranje in razvoj, 
3. shranjevanje, varnostno kopiranje in obnavljanje. 
Prednosti koncepta infrastruktura kot storitev se kažejo v: [2] 
- plačilu po porabi, začetni kapital za razliko od lokalne infrastrukture ni potreben – 
uporabnikom se zaračuna zgolj tisto, kar v danem trenutku uporabljajo; 
- večji hitrosti, razpoložljivosti in zmogljivosti, kar izboljšuje učinkovitost ter zmanjšuje 
zamude; 
- skalabilnosti. 
Izzivi in slabosti infrastrukture kot storitve: 
1. organizacija je odgovorna za posodabljanje in vzdrževanje programske opreme, 
podatkovnih baz ter drugih orodij (nekateri to navajajo kot prednost), 
2. varnost in zasebnost podatkov.  
To je model deljene odgovornosti. [1] Najem storitev je prilagodljiv, torej ko so potrebe po 
uporabi velike, se zakupi več virov, ko se potrebe zmanjšajo, pa se lahko odvečni viri sprostijo. 
Primer: Amazon Web Services in Microsoft Azure sta v IaaS industriji vodilna akterja. [6] 
2.1.2 Platforma kot storitev – PaaS 
Ponudnik storitve v oblaku potrošnikom nudi celotno platformo. Poleg strojne tudi programsko 
opremo in celotno infrastrukturo. Zagotavlja delovno okolje za razvoj in upravljanje aplikacij, 
kar pomeni, da proizvajalec v podatkovnem centru drži strežnike, omrežje, skladiščenje, 
programsko opremo, operacijski sistem in podatkovne baze. Zakup storitve je prilagodljiv, 





PaaS se običajno uporablja za:  
1. internet stvari (IoT), s pomočjo katerega najamemo storitev prejemanja podatkov, 
2. analitik/poslovno inteligenco – orodja preko PaaS-a omogočajo analizo podatkov, preko 
katerih dobimo vzorce za izboljšanje poslovnih odločitev. [2] 
Podjetje IBM navaja [2], da so prednosti platforme kot storitve naslednje:  
1. hitrejša, lažja in manj tvegana uporaba virov, 
2. prilagodljivost (večanje/manjšanje obsega storitve), 
3. nižji stroški. 
Izzivi in slabosti koncepta PaaS so: [4] 
1. selitev aplikacije iz enega ponudnika PaaS koncepta v drugega, 
2. manj prilagodljive storitve in manj nadzora kot pri »infrastruktura kot storitev«, 
3. varnostna tveganja, saj so podjetja odgovorna za programe, aplikacije in podatke, 
medtem ko je ponudnik PaaS storitve odgovoren za infrastrukturo. 
Primer: Salesforce, ki ponuja platformo za postavljanje aplikacij – Gecko, Heroku, Amazon 
Web Service, IBM Cloud, Engine Yard, Microsoft Azure. [7] 
2.1.3 Programska oprema kot storitev – SaaS 
Salesforce opisuje SaaS kot: »Programska oprema kot storitev je način dostave aplikacij preko 
interneta kot storitev.« Oblačni ponudnik tu drži vse, medtem ko potrošnik najame končno 
storitev. Odjemalec potrebuje zgolj internetno povezavo, da lahko uporablja oblačne aplikacije 
ali storitve. V skrbi organizacije je torej najem aplikacije in zakup licenc. Vso infrastrukturo, 
programsko opremo, aplikacije in podatke v podatkovnem centru pa drži in zanje skrbi 
ponudnik posamezne storitve. [3] 
SaaS storitev zahteva najmanj upravljanja, odgovorna naloga na strani organizacije/osebe pa je 
skrb za podatke oz. kdo bo imel do njih dostop.  
Na Microsoft Azure zapisujejo [3], da so prednosti SaaS storitve naslednje: 
1. plačilo po porabi, 
2. uporaba brezplačne programske opreme/aplikacij, 
3. hitro delovanje, 
4. mobilno upravljanje, 





Pomanjkljivosti, slabosti SaaS storitve so: [5] 
1. povezava z internetom je nujno potrebna, saj model programske opreme kot storitev 
temelji na spletni dostavi; 
2. zmogljivost, saj programska oprema ne deluje na lokalnem računalniku ali strežniku, ki 
je nekoliko hitrejši kot delovanje preko koncepta SaaS;  
3. pomisleki nad varnostjo podatkov, saj so ti shranjeni pri »tujcu«; 
4. pomanjkanje nadzora, ki je v rokah tretje osebe.  
Primer: Salesforce CRM (ang. Customer relationship management), Microsoft 365, Slack, 
Dropbox, Google Apps.[8] 
2.1.4 Preprosta razlaga različnih oblik oblačnih storitev:  
Najboljša razlaga je velikokrat tista, ki je povzeta s praktičnim primerom in tista, ki tudi 
nepoznavalcu določene storitve oziroma tehnologije pripomore k boljšemu razumevanju. 
Zgoraj omenjene plasti oblaka si lahko razlagamo s sliko 2, ki predstavlja »pico kot storitev« 
(ang. »pizza as a service«). 
 
Slika 2: Pica kot storitev 
V primeru, da si posameznik doma zaželi pico, lahko različne plasti v oblaku opišemo sledeče: 
1. lokalno (narejeno doma) – posameznik mora za vse poskrbeti sam, zato potrebuje 




2. infrastruktura kot storitev (vzemi in speci) – posameznik v trgovini kupi pico, ki jo 
doma speče, poskrbeti pa mora za mizo, pijačo, pečico in elektriko/plin; 
3. platforma kot storitev (dostava pice) – posameznik naroči dostavo, preko katere dobi 
že pečeno pico, potrebuje le mizo in pijačo; 
4. programska oprema kot storitev (večerja v restavraciji) – posameznik gre na pico v 
picerijo. 
Zgoraj opisani primer res ni 1:1, razberemo pa vendarle lahko, kaj posamezni tip storitve 
zajema.  
2.2 Vrste oblakov 
Oblak se deli na tri vrste, in sicer: zasebni, javni in hibridni, kot je razvidno na sliki 3. Vsak 
model določa, kje sta locirani strojna in programska oprema, kje se shranjujejo podatki, kje 
tečejo aplikacije, kako se do aplikacij dostopa itd. 
 
Slika 3: Struktura oblaka 
2.2.1 Zasebni oblak (ang. private cloud):  
Uporablja ga izključno ena organizacija ali podjetje. Principe, ki jih uporabljajo v javnem 
oblaku (npr. najem storitev, lastništvo, elastičnost, hitro proizvajanje ipd.) se tu uporabi interno, 
v prostorih podjetja. Celotna infrastruktura je locirana in se vzdržuje na zasebni strojni oziroma 
programski opremi ter omrežju. Ena glavnih prednosti zasebnega oblaka je, da pripomore k 
boljšemu in prilagodljivejšemu zadostovanju potreb. Cilj privatnega oblaka je boljši izkoristek 
sredstev ter agilnejše delovanje. Zasebni oblak zagotavlja najvišjo raven varnosti in nadzora 
nad podatki. [10] 
Prednosti zasebnega oblaka so po navedbi vira Microsoft Azure [10] v:  
1. prilagodljivosti – organizacija prilagodi okolje glede na poslovne potrebe, 
2. varnosti – podatki se nahajajo zgolj v zasebnem podatkovnem središču, 




Res pa je, da je z uporabo zasebnega oblaka vsakdo precej omejen. V primeru, da se pojavi 
zahteva po povečanju zmogljivosti ali virov, je potrebno kupiti, postaviti in namestiti novo 
strojno opremo. Ena izmed slabosti zasebnega oblaka se kaže tudi v stroških, saj ta zahteva 
lastno strojno in programsko opremo, operacijski sistem, licence za aplikacije itd.  
Po navedbah direktorja digitalizacije na podjetju GEN-I, Davida Vidmarja, zasebni oblak 
najpogosteje uporabljajo vladne organizacije, finančne institucije in ostala podjetja s poslovno 
kritičnimi procesi oziroma operacijami. Slednjim je najpomembnejši nadzor nad podatki in 
okoljem samim. Poleg zgoraj omenjenih organizacij zasebni oblak uporabljajo tudi ostala večja 
podjetja, kot je na primer Facebook. 
2.2.2 Javni oblak (ang. public cloud) 
Javni oblak je najpogosteje uporabljen. Celotna infrastruktura, strojna in programska oprema 
so v lasti ponudnika storitve, potrošniki pa so lastniki podatkov ter aplikacij. [10] Slednji ne 
odgovarjajo za platformo, medtem ko za varnost velja deljena odgovornost (odgovorna sta 
ponudnik in stranka). V javnem oblaku si identično infrastrukturo vsakdo deli z drugimi 
organizacijami oziroma podnajemniki. Do storitev se dostopa z uporabo interneta in osebnim 
računom. Gre za dinamično uporabo in plačevanje.  
Povzeto po viru Microsoft Azure [10] se prednosti javnega oblaka kažejo v: 
1. neomejenem dostopu do različnih virov, 
2. prilagodljivosti in elastičnosti, 
3. visoki zanesljivosti. 
Slabost javnega oblaka je, da je vsakdo omejen s tistim, kar omogoča ponudnik. V primeru, da 
slednji določene funkcionalnosti ali storitve ne vključuje, tega pač ne moremo uporabljati. [9] 
V primerjavi z zasebnim oblakom se razlika kaže v varnosti, saj pri tej vrsti oblaka v ospredje 
stopa zaupanje. Vsi podatki so namreč shranjeni na strani različnih ponudnikov, ki sicer 
zagotavljajo varnost, a 100% zagotovil ne morejo podati. [12] 
Vodilni ponudniki javnega oblaka so Amazon Web Service (AWS), Google Cloud, IBM Cloud, 
Microsoft Azure in Oracle Cloud. [13] 
2.2.3 Hibridni oblak (ang. hybrid cloud): 
Podobno kot v avtomobilski industriji, kjer se vozila na bencinski in električni pogon združujejo 
v hibridna, ta izraz ali vrsto poznamo tudi v oblaku. 
Hibridni oblak združuje zasebni in javni oblak. Številni so prepričani, da vključuje najboljše 
funkcionalnosti obeh. Hibridni oblak podjetju ali organizaciji omogoča izbiro idealnega oblaka 
za vsako aplikacijo ali delo posebej. Optimalen je tudi za lažjo in učinkovitejšo dosego 
poslovnih in tehničnih ciljev, kar bi bilo zagotovo težje z uporabo zgolj enega izmed zgoraj 




ne smejo priti v javnost. Javni oblak pa je primernejši za upravljanje z neobčutljivimi delovnimi 
procesi (razvojno okolje za aplikacijo). [11] 
Prednosti hibridnega oblaka so [9]:  
1. prilagodljivost nad izbiro delovanja v zasebnem in javnem oblaku, 
2. podpiranje novega in starega operacijskega sistema, strojne opreme ter aplikacij, 
3. cenovno ugoden za podjetja, ki želijo imeti zaupne podatke locirane ob sebi ali pa se 
jim potreba po dodatnih strežnikih redko izkaže (enkrat letno), 
4. kontrola nad zaupanja vrednimi podatki. 
Večina pomislekov nad izbiro hibridnega oblaka je povezana z namestitvijo, ki je lahko bolj 
zapletena, kot se sprva zdi in nadaljnjim upravljanjem same storitve. [9] 
Na primer v podjetju, ki ima en strežnik, se v začetku leta izkaže potreba po treh. Enemu 
strežniku v zasebnem oblaku dodajo dva v javnem oblaku in jih med sabo povežejo, selijo 
podatke, strukturo ipd. Ko dva dodatna strežnika nista več potrebna, ju v oblaku zaprejo in 
nimajo nobenega stroška več.  
2.2.4 Področja uporabe oblačnih storitev 
Številna orodja, ki jih vsakdo uporablja na dnevni ravni, se že vrsto let nahajajo v oblaku. Res 
pa je, da ob pomisleku na te aplikacije malokdo ve, da te dejansko delujejo v oblačnih storitvah.  
DropBox je eno izmed prvih, zelo uspešnih oblačnih orodjih. Ko se je leta 2007 [14] pojavil na 
trgu, je marketinška ekipa ponudnika poskrbela za navdušenje. Komercialno že od samega 
začetka uspešno predstavljen produkt, je opisan kot USB ključek oziroma prenosni disk na 
internetu ali v oblaku.  
Oblak danes sicer uporablja vsak, ki ima stik z moderno tehnologijo (telefon, tablica, 
računalnik, Garmin itd.). Kdor nakupuje preko spleta, ima račun na socialni aplikaciji in 
uporablja mobilno banko, je prav tako uporabnik oblaka. Digitalne tehnologije postajajo vse 
večji faktor življenj. Spodaj si bomo pogledali, kako je oblak prispeval k transformaciji v 
moderno življenje in kaj vse je v oblaku. [15] 
1. Zabavne vsebine – do filmov in glasbe, ki jih je nekoč vsakdo imel v fizični obliki (CD 
(zgoščenka), DVD (digitalni pomnilniški medij), gramofonske plošče), danes 
dostopamo kar preko storitev v oblaku, kot so YouTube, Spotify, Netflix in Apple music.  
2. Socialni mediji – fotografije, videoposnetke, objave in komentarje, ki jih nekdo objavi 
na Facebooku, Instagramu, Snapchatu in npr. na Twitterju, se shranjujejo v oblaku. 
3. Dokumenti in ostali tipi podatkov, ki so se nekoč shranjevali na lokalnih diskih ali v 
fizični obliki, so danes po večini shranjeni v oblačnih storitvah, kot so DropBox, Google 




4. Bančništvo – še nedolgo nazaj je bilo potrebno za nakazilo, dvig denarja in podobne 
opravke oditi v banko. Danes pa je vse bolj uporabno mobilno bančništvo, ki omogoča, 
da se vse storitve opravi kar na daljavo, preko pametne naprave. Izpiski so shranjeni v 
bančni bazi podatkov, ki je dostopna na zahtevo (npr. mBank@Net (Nova KBM), Klikin 
(NLB), Abamobi (Abanka)). [15] 
5. Večji del računalniških igric, ki omogočajo t. i. »multiplayer«, tečejo v oblaku. 
6. Ura Garmin pošilja podatke na oddaljeno točko in nas preko sporočil seznanja o 
dejavnostih.  
7. Apple, Samsung, Huawei in drugi telefoni, ki se sproti posodabljajo že vrsto let tečejo 
v oblaku. 
Oblak je torej že pred časom postal del vsakdana mnogih in lahko bi rekli, da bo kmalu postal 





3 Arhitektura oblačnih storitev 
Arhitektura računalništva v oblaku je kombinacija storitveno usmerjene arhitekture (ang. 
service-oriented) in arhitekture, ki temelji na dogodkih (ang. event-driven). Na sliki 4 lahko 
razberemo, da se deli na dva dela, in sicer sprednji del (ang. front end) ter zaledje (ang. back 
end). 
 
Slika 4: Arhitektura računalništva v oblaku 
1. Sprednji del 
Sprednji del je usmerjen in viden končnemu uporabniku ali odjemalcu. Z drugimi besedami gre 
za uporabniški vmesnik (ang. user interface). Zajema odjemalske vmesnike in programe, ki so 
potrebni za dostop do platform računalništva v oblaku. Sprednji del vključuje spletne brskalnike 
(Chrome, Firefox, Internet Explorer idr.), različne odjemalce, tablične računalnike in mobilne 
naprave. 
Kombinacija več različnih komponent skupaj tvorijo uporabniški vmesnik. Sestavni deli so: 
[16] 
- odjemalska infrastruktura (ang. client infrastructure), ki uporabnikom pomaga pri 
interakciji z oblakom, torej nudi grafični uporabniški vmesnik (GUI); 
- uporabniški vmesnik (ang. user interface), ki opisuje vse akcije končnega uporabnika 
za dostop do platforme; oblak tu prevzame celotno obremenitev, ne da bi obremenjeval 
odjemalce ali prostor; 





2. Internetno omrežje 
Internetno omrežje je medij, preko katerega sprednji del (ang. front end) komunicira z zalednim 
delom (ang. back end). [17] 
3. Zaledni del 
Zaledna infrastruktura (ang. back end) poganja oblak. Gre za zbirko računalniških storitev v 
oblaku, ki jih ponudniki (gostitelji) uporabljajo za upravljanje in izvajanje storitev v oblaku. Ta 
del stoji na strani ponudnika oblačnih storitev. Sestavljajo ga ogromni podatkovni pomnilniki, 
varnostni mehanizmi, mehanizmi za nadzor prometa, strojna oprema, virtualizacija, aplikacije 
in storitve podatkovnega centra. Sestavlja ga tudi vmesna programska oprema (ang. 
middleware), kar omogoča komunikacijo s sprednjim delom (ang. front end) in povezovanje 
naprav.  
Zaledje ščiti podatke, ki konstantno prihajajo s strani sprednjega dela (ang. front end) in se 
nanje tudi odziva. Zaledni sistem pa poleg varnosti upravlja še promet. Sestavljajo ga [17, 18]: 
- Aplikacije, programska oprema ali platforma do katere želi odjemalec dostopati. 
- Storitve, ki se delijo na tri dele, in sicer: 
o programska oprema kot storitev – SaaS (ang. software as a service), 
o platforma kot storitev – PaaS (ang. platform as a service), 
o infrastruktura kot storitev – IaaS (ang. infrastructure as a service). 
- Izvajalni oblak (ang. runtime cloud) je operacijski sistem v oblaku, ki za delovanje 
virtualnih strojev določa izvedbo in izvajalno okolje.  
- Skladišče je eden pomembnejših sestavnih delov zaledne infrastrukture, saj omogoča 
shranjevanje in upravljanje z veliko količino podatkov. 
- Infrastruktura je kombinacija strojne in programske opreme (strežniki, pomnilniki, 
programska oprema za virtualizacijo idr.). Infrastruktura omogoča storitve na ravni 
omrežja, gostitelja in aplikacije.  
- Varnost – zaledna komponenta, ki izvaja varnostni mehanizem (požarni zid).  
- Upravljanje (ang. management) in koordinacija komponent zaledja. Gre za programsko 
opremo, ki skrbi za razdeljevanje virov med vmesnikom in zaledjem. 
3.1 Arhitekturni koncept pred uvedbo oblaka 
Nekdaj so bili vsi podatki shranjeni na trdih diskih, računalnikih in strežnikih. Nič drugače ni 
bilo s strojno in programsko opremo, ki jo je na svojem fizičnem strežniku gostila vsaka 
organizacija, podjetje ali oseba. Krajevnega diska, na katerem se je nekdaj vrtelo vse, oblačno 




3.1.1 Strežniki  
Strežniki so bili nekdaj celota, ki je vključevala strojno in programsko opremo, operacijski 
sistem, disk ter različne aplikacije. Strežnike se je tipično sklicevalo na podatkovne, datotečne, 
poštne, spletne in aplikacijske. Računalnike se je nastavljalo kot strežniško (ang. server-class) 
strojno opremo, kar je pomenilo, da so specializirani za delovanje kot strežniki in so 
zmogljivejši ter zanesljivejši od navadnega računalnika. [19] Struktura strežniškega koncepta 
je vidna na sliki 5.  
 
Slika 5: Koncept strežnika 
Pojavijo se lahko tudi težave. V kolikor se je poštni, datotečni ali pa katerikoli drug strežnik 
prekomerno zapolnil, je moral sistemski skrbnik priskrbeti novega, ki je omogočil večjo 
shrambo. Velikokrat se je tudi zgodilo, da je določeno storitev doletela okvara strojne opreme, 
in če zraven ni bilo dodatnih strežnikov, je celotna infrastruktura padla. [19] 
3.1.2 Gručanje strežnikov 
V izogib zgoraj opisanim težavam in tolerantnosti na tovrstne napake so kasneje razvili 
gručanje strežnikov. Sistem (ang. clusters of server), ki je obravnavan kot enoten, sestavlja več 
strežnikov, ki se raztezajo na več vozliščih in delujejo z enakimi konfiguracijami. Vsak strežnik 
pa je vozlišče z lastnim diskom, pomnilnikom in procesorjem. Vsi deležniki v arhitekturi 
gručanja strežnikov zagotavljajo visoko razpoložljivost, zanesljivost in razširljivost. [19] 
Skupina strežnikov je povezana v enoten sistem. Ko eden izmed strežnikov preneha delovati, 
se vsa delovna obremenitev takoj prenese na drugega, in to še preden odjemalec doživi 
kakršnokoli napako ali izpad. Na sliki 6 lahko razberemo, da za to skrbi izravnalnik 
obremenitve (ang. load balancer). Gručanje strežnikov tako preko izravnavanja obremenitev 





Slika 6: Koncept gručanja strežnikov 
A ker je imelo tudi gručanje strežnikov omejitve glede razširljivosti in ker v tem okolju ne 
delajo vse aplikacije, so težave pri vzdrževanju privedle do razvoja novega koncepta 
virtualnega strežnika. [19] 
3.1.3 Virtualni strežnik 
Virtualni strežnik ločuje programsko opremo od strojne. Vključuje pa operacijski sistem, 
aplikacije in disk. Strežniki so v tem konceptu kot datoteke shranjeni v fizični škatli ali 
pomnilniku podjetja. Struktura principa delovanja z virtualnimi strežniki je prikazana na sliki 
7. Navidezni strežniki se še vedno lahko sklicujejo po namembnosti oziroma njihovi funkciji, 
kot na primer poštni ali podatkovni strežnik.  
Upravlja jih lahko eden ali več gostiteljev, medtem ko lahko vsak gostitelj gosti tudi več kot en 
virtualni strežnik. Količino in zmogljivost le-teh se lahko prilagaja glede na potrebo gostitelja. 
[19] 
 




4 Varnost oblačnih storitev 
Varnost je glavna lastnost računalništva v oblaku, ki vpliva na uporabo storitev in posledično 
tudi na razvoj. Ponudniki oblačnih storitev so življenjsko odvisni od zagotavljanja varnosti, in 
če se zgodi kakšna resnejša težava s storitvami Googla, Microsofta ali Amazon Web Servica, 
je z njimi najverjetneje konec, vsaj na borzi. S tega vidika ogromne količine denarja in znanja 
vsi vlagajo prav v varnost podatkov.  
Ponudnik varnostne programske opreme McAfee navaja, da ima dandanes 52 % podjetij boljšo 
varnost v oblaku, kot na lokalnih strežnikih ali v sistemih. Gartner pa napoveduje, da so z letom 
2020 delovne obremenitve v oblaku (IaaS) doživele 60 % manj varnostnih incidentov kot tiste, 
ki imajo postavljeno lastno infrastrukturo. [25] 
Da oblaku podjetja vedno bolj zaupajo, kaže raziskava organizacije Nominet, ki je bila 
opravljena med približno 300 vodji informacijske varnosti v velikih organizacijah (več kot 2500 
zaposlenih). Izmed vseh vprašanih, jih 88 % trdi, da storitve v oblaku že uporabljajo. Kar 61 % 
jih meni, da so storitve v oblaku boljša izbira kot lastni podatkovni center. Skrb nad varnostjo 
pa je bolj prisotna v ZDA (21 %), kot v Veliki Britaniji (13 %). [26] 
Mnenje vseh je, da je s stališča varnosti najbolj tvegana uporaba informacijskega sistema z več 
oblaki (ang. multi cloud). Slednjega je težje upravljati kot lastni podatkovni center, hibridno 
okolje ali ene od storitev v oblaku. S tem je ne nazadnje povezana tudi statistika vdorov, 
izmerjena leta 2019. Vdorov v okolje z več oblaki je bilo 69 %, v okolje z enim oblakom 19 %, 
najmanj pa v hibridne storitve (13 %). [26] 
Velik vpliv na pomisleke sicer povzroča dejstvo, da je vse shranjeno na oddaljenih strežnikih, 
ki niso v lasti organizacije, temveč ponudnika teh storitev. To posledično pripelje do vprašanja: 
»Kdo vse bo do podatkov lahko dostopal?« 
4.1 Mehanizmi zagotavljanja varnosti v oblaku 
Za preprečevanje udorov in varnostnih groženj pri dostopu do podatkov in drugih virov v 
oblaku je moč uporabiti kar nekaj varnostnih mehanizmov. V nadaljevanju si bomo pogledali 
nekaj najbolj uporabnih.  
1. Šifriranje (ang. encryption) 
Gre za digitalni sistem, ki je namenjen ohranjanju in celovitosti podatkov. Omogoča kodiranje 
berljivih besedil v zaščiteno in neberljivo obliko. Šifriranje predstavlja pretvorbo navadnega 
besedila v podatkovni niz združenih znakov. Z izvedbo šifriranja nastane šifrirni ključ, ki nato 
omogoča dešifriranje znakovnega besedila nazaj v prvotno obliko berljivega dokumenta ali tipa 
podatkov. Šifrirano besedilo sicer razkriva zgolj nekaj metapodatkov (dolžina sporočila in 






Obstajata dve vrsti šifriranja, in sicer: [27] 
- simetrično šifriranje (kriptografija tajnih ključev) za šifriranje in dešifriranje podatkov, 
pooblaščeni osebi uporabljata isti ključ,  
- asimetrično šifriranje uporablja dva različna ključa, to sta zasebni in javni ključ. Z 
asimetričnim šifriranjem (poimenovan tudi kriptografija javnega ključa) je zasebni ključ 
znan zgolj lastniku, medtem ko je javni ključ na voljo vsem. 
Šifriranje načeloma razvrednoti prisluškovanje prometa, zlonamernega posrednika in 
prekrivanje varnostnih groženj. Potek šifriranja je razviden na sliki 8.  
 
Slika 8: Šifriranje in dešifriranje 
2. Infrastruktura javnega ključa (ang. public key infrastructure (PKI)) 
Upravljanje asimetričnih ključev, ki temeljijo na mehanizmu infrastrukture javnih ključev, 
velikim sistemom omogoča uporabo kriptografije z javnimi ključi. Ta model zagotavljanja 
varnosti se uporablja za povezovanje javnih ključev z ustreznimi lastniki in omogoča 
preverjanje veljavnosti samega ključa. PKI se torej nanaša na uporabo digitalnih potrdil, ki 
vežejo javne ključe na identitete lastnikov samih potrdil. [28] 
3. Razpršitev (ang. hashing) 
Razprševanje se uporablja za pridobivanje zgoščevalske kode ali povzetka sporočila, ki je 
največkrat fiksne dolžine, in hkrati manjše od prvotnega sporočila. Uporablja se ob enosmerni, 
nepovratni obliki varstva podatkov. Ko je ta mehanizem aktiviran za posamezno sporočilo, se 
to zaklene, ključ za dešifriranje sporočila pa ni priskrbljen. Pogosta uporaba razprševanja je 
tudi pri shranjevanju gesel. 
Pošiljatelj sporočila mehanizem zgoščevanja priloži sporočilu, medtem ko prejemnik s tem 
mehanizmom lahko preveri, ali je poslano sporočilo enako prvotnemu. [27] 
4. Enotna prijava (ang. single sign-on (SSO)) 
Mehanizem enotne prijave omogoča, da je potrošnik storitve v oblaku overjen z varnostnim 




uporabnik dostopa do različnih storitev ali informacijskih virov v oblaku. Brez SSO mehanizma 
bi se moral odjemalec storitve v oblaku overjati z vsako novo zahtevo. [27] 
5. Digitalni podpis (ang. digital signature) 
Digitalni podpis zagotavlja verodostojnost in celovitost podatkov skozi avtentikacijo. Digitalni 
podpis je sporočilu dodan pred prenosom. Če so samemu sporočilu dodane nepooblaščene 
spremembe, postane neveljaven. Podpis dokazuje, da je prejeto sporočilo enako tistemu, ki ga 
je ustvaril pošiljatelj. [27] 
6. Mehanizem za upravljanje identitete in dostopa (ang. identity and access 
management (IAM)) 
Mehanizem IAM poleg elementov zajema tudi politike, potrebne za nadzor oz. sledenje 
uporabniškim identitetam in pravicam dostopa do informacijskih virov ter sistemov. [28] 
Sestavljen je iz štirih komponent, in sicer: [28] 
- Avtentikacija/preverjanje pristnosti (ang. authentication). Najpogostejša oblika 
preverjanja pristnosti uporabnika je preko uporabniškega imena in gesla. Sistem 
upravljanja identitete in dostopa obenem podpira še digitalne podpise, potrdila, prstne 
odtise in glasovno analizo.  
- Pooblastilo (ang. authorization). Avtorizirana komponenta definira razdrobljenost 
znakov za nadzor dostopa in nadzira razmerje med identitetami, pravicami, nadzori 
dostopa ter razpoložljivostjo virov IT. 
- Upravljanje uporabnikov (ang. user management). Program za upravljanje 
uporabnikov je odgovoren za kreiranje novih uporabniških identitet in skupin za dostop, 
ponastavitev gesel, določanje različnih politik gesel ter upravljanje privilegijev. 
- Upravljanje poverilnic (ang. credential management). Ta sistem določa identitete in 
pravila nadzora dostopa za definirane uporabniške račune, kar znižuje grožnjo 
nezadostne odobritve. 
4.2 Tveganja in grožnje varnosti oblačnih storitev 
Šibka varnost v oblaku lahko uporabnike in ponudnike izpostavi več različnim grožnjam 
kibernetske varnosti. S tega vidika je potrebno poznati varnostne težave pri uporabi 
računalništva v oblaku, saj se le tako lahko sprejmejo ustrezni ukrepi. Tveganja lahko izvirajo 
iz notranjih ali zunanjih virov in se razlikujejo po resnosti ter zapletenosti. Pogosta varnostna 
tveganja oziroma grožnje so: [29, 31, 32] 
- Napačna konfiguracija uporabniških kontrol za dostop, ki jo povzroči človeška napaka. 
- Grožnje, ki jih povzroči zlonamerna programska oprema, lažno predstavljanje in napadi 
DDoS (napad za zavrnitev storitve). Napadalci te zlonamerne skripte naložijo v oblačni 




- Hramba podatkov in dostop do interneta preko tretjih oseb. Če so storitve na strani 
ponudnika prekinjene, lahko vsakdo izgubi dostop do podatkov. Izpad električne 
energije v oblaku Amazona je pri nekaterih kupcih povzročil izgubo podatkov, ker so 
strežniki poškodovali strojno opremo. 
- APT (ang. Advanced Persistent Threat) kibernetski napad predstavlja napredno grožnjo, 
saj tu vsiljivec vdre v sistem in tam ostane neopazen dalj časa. Ti napadi so tihi in 
poskrbijo za nedotaknjene sisteme, omrežje in programsko opremo. Vsiljivec lahko tako 
dalj časa vohuni in krade izredno občutljive podatke.  
- Nepravilno skonfigurirani API-ji (programski vmesnik), ki se uporabljajo za 
pridobivanje informacij iz storitev v oblaku, lahko za seboj pustijo podatke in 
omogočajo udore ter napade s strani zunanjih virov.  
- Kraja uporabniških računov. 
- Oblak nima vsestranskega varnostnega sistema, kar Kaspersky navaja kot največje 
tveganje: »Strokovnjaki za kibernetsko varnost, ki se soočajo z varnostnimi tveganji 
računalništva v oblaku, morajo preiti na pristop, ki je osredotočen na podatke.«  
4.3 Najboljše prakse in prednosti varnosti oblaka 
Na spletni strani ameriškega podjetja Salesforce zapisujejo: »RapidScale trdi, da je 94 % 
podjetji po prehodu v oblak izboljšalo varnost. Velika večina – 91 % pa jih je navedlo tudi, da 
oblak olajša izpolnjevanje vladnih zahtev glede na skladnost.« [30] Šifriranje podatkov, ki se 
prenašajo preko omrežja, je eden glavnih ključev, ki pripomore do varnostne učinkovitosti. 
Varnost računalništva v oblaku je po mnenju mnogih učinkovitejša od starejših varnostnih 
modelov, postavljenih na lastni infrastrukturi. Dobre prakse varnosti v oblaku vključujejo 
naslednje: [29, 31, 32, 33] 
- Uporabniška identiteta in upravljanje z dostopi (IT mora popolnoma razumeti 
posamezni tip dostopa do omrežja, naprav, aplikacij in podatkov).  
- Stroškovno ugodnejše je shranjevanje podatkov v oblaku, saj ni potrebe po gradnji 
lastne infrastrukture z močno varnostno kontrolo. Oblak je razbremenil stroške razvoja 
in vzdrževanja, a ob tem uporabnikom odvzel nekaj nadzora.  
- Za platforme v oblaku so značilni sistemski zabojniki (ang. system containers), ki 
obdajajo tradicionalne sisteme in nudijo boljši pogled v delovanje, vključno z 
varnostnimi težavami. Zagotavljajo pa novo, poglobljeno vrsto obrambe, npr. lahko se 
nastavi nadzorne alarme, ki se bodo pametno sprožili na katerokoli nenavadno 
dejavnost.  
- AWS navaja, da velja ekonomija obsega, saj ko organizacije predložijo varnostne 




- Šifriranje podatkov se izvaja med mirovanjem, prenosom in uporabo. Popoln nadzor 
nad varnostnimi ključi in varnostnim modulom strojne opreme.  
- Skupna odgovornost za varnost in sodelujoče upravljanje. Največkrat je ponudnik 
oblaka odgovoren za zaščito infrastrukture v oblaku, stranka pa za zaščito osebnih 
podatkov.  
- Posodabljanje in raznorazni popravki – oblačni ponudniki redno posodabljajo, 
popravljajo in razvijajo varnostno funkcionalnost.  
- Večfaktorska avtentikacija (ang. multi-factor authentication) za katero majhna ali 
srednja podjetja največkrat nimajo ustreznih virov, da bi zagotovili visoke varnostne 
standarde. Večfaktorska avtentikacija preverja identiteto z več kot enim načinom 
preverjanja.  
4.4 Izboljšave zagotavljanja varnosti v oblaku 
Na oddaljenih strežnikih imajo shranjeni podatki več ravni varnosti, ki ni povezana zgolj z gesli, 
temveč tudi z drugimi sredstvi. V nadaljevanju si bomo pogledali, katera so ta sredstva. [22, 
23] 
1. Strežniki so nameščeni v skladiščih, ki so strogo varovana. Dostop do njih imajo zgolj 
redke, pooblaščene osebe.  
2. Podatki se shranjujejo na različne fizične strežnike, ki so precej oddaljeni drug od 
drugega. Če namreč pride do naravne katastrofe, ki bi prizadela en podatkovni center, 
bo drug, na stotine kilometrov oddaljen lahko povsem nedotaknjen.  
3. Notranji požarni zid veliki večini preprečuje dostop do podatkov v oblaku. Omejevanje 
dostopa potencialno ogroženim uporabnikom preko notranjega požarnega zidu 
povečuje varnost.  
4. Šifriranje varuje podatke pred nepooblaščenimi uporabniki. Če napadalec ukrade 
šifrirno datoteko, je dostop brez skritega ključa zavrnjen.  
5. Zapisovanje dogodkov oziroma prijav, pomaga varnostnim analitikom razumeti 
grožnje. Ti zapisi beležijo dogajanje v omrežju in pomagajo predvideti in preprečiti 
varnostne kršitve.  
6. Zaznavanje vdorov kot uspešni varnostni sistem v oblaku, prepoznava, kdaj nekdo 
poskuša vdreti v sistem. Več stopenj zaznavanja ponudnikom storitev pripomore k 
ustavitvi vsiljivcev.  
7. Požarni zid pregleduje potujoče pakete podatkov. Preprost sistem preveri zgolj izvorne 
in ciljne podatke paketa, medtem ko napredni preverijo celotno vsebino paketa. 
8. Umetna inteligenca (AI) s pomočjo vgrajenih algoritmov za iskanje in prepoznavanje 




9. Testiranje varnosti preko tretje osebe. Ponudnik storitve najame zunanja varnostna 
podjetja, z namenom testiranja svojih strežnikov in programske opreme, ki jih najeta 
podjetja, z zlonamerno programsko opremo in virusi skušajo prizadeti. Tako je 
ponudnik oblačnih storitev z ustrezno zaščito bolj pripravljen na napade hekerjev. 
4.4.1 Šibke točke zagotavljanja varnosti – uporabniki 
Za varnostne kršitve so poleg dejanske slabe zaščite podatkov v oblaku velikokrat krivi 
zaposleni sami. Tudi najpopolnejši varnostni sistem ne more nadomestiti malomarnosti 
uporabnikov. Nekaj več kot 40 % pripetljajev je povezanih z napakami zaposlenih, ki bi morali 
biti pozornejši na sledeče: [23] 
- nastavljanje prešibkega gesla je najpogostejša napaka;  
- lažno predstavljanje zelo privabi. S tem povezane številne goljufije so prav tako zelo 
pogoste. Napadalci se v večini primerov osredotočijo na napade uporabnikovih preko 
e-poštnih sporočil in gesel; 
- varnostne posodobitve so kar velikokrat prezrte, pa naj si gre za posodobitev brskalnika, 
aplikacije ali operacijskega sistema. Posodobitve velikokrat vsebujejo izpopolnjene 
funkcionalnosti in orodja za zaščito naprav pred novimi virusi in zlonamerno 
programsko opremo.  
Za odpravljanje tovrstnih udorov bi moralo vsako podjetje zaposlene seznaniti z varnostjo v 
oblaku in jim pokazati, kako se temu izogniti. Danes je namreč vsako delo kibernetsko 
varnostno delo, vsi podatki so zaupni. [23] Seznanjanje s tem, kako hekerji lahko vdrejo v 
sistem, pripomore k boljšemu ozaveščanju in manjšemu številu vdorov.  
4.4.2 Zagotavljanje zasebnosti 
Večja skrb kot varnost podatkov v oblaku je njihova zasebnost. [21] Ko naključna oseba 
podatke naloži v oblak, jih s tem zaupa drugi osebi oziroma organizaciji. Sama varnost in 
zasebnost torej v tem primeru ni več odvisna od posameznika, temveč od ponudnika storitev. 
[24] 
Četudi podatki niso ukradeni ali kje objavljeni, jih je še vedno moč videti. Vladne organizacije 
lahko na povsem zakonit način zahtevajo v oblaku shranjene informacije. Od ponudnika 
storitev pa je odvisno, ali jim bo te podatke posredoval ali ne. Vladne organizacije vsako leto 
Googlu, Microsoftu, Amazonu in drugim ponudnikom pošljejo več deset tisoč prošenj za 
uporabniške podatke, ponudniki storitev pa se velikokrat odzovejo. [21] 
Nobenega dvoma ni, da dostopanje do zasebnih podatkov vladnim organizacijam, 
obveščevalnim agencijam in drugim tovrstnim organizacijam predstavlja neprecenljivo 





5 Prednosti in slabosti oblačnih storitev 
Ameriško podjetje Oracle navaja: »Sodobne rešitve v oblaku pomagajo podjetjem, da se 
spoprimejo z izzivi digitalne dobe. Namesto da bi upravljale s svojo informacijsko tehnologijo, 
se organizacije lahko hitro odzovejo na hiter in zapleten poslovni svet.« [35] Salesforce meni, 
da računalništvo v oblaku odpravlja preglavice, ki so še do nedavnega kljubovale pri uporabi 
lastnih podatkovnih centrov, strežnikov in strojne ter programske opreme. Ogromna količina 
podatkov, ki jih ustvarja vse več digitalno usmerjenih podjetij, dvigujejo stroške in zapletenost 
upravljanja s podatki v podatkovnih centrih. [34] Vse zgoraj našteto v oblaku postane 
odgovornost ponudnika, kot so npr. Amazon Web Service, Salesforce, Microsoft Azure ipd. 
Ima pa tehnologija tudi negativne vidike, o katerih se je treba seznaniti in o njih razpravljati še 
pred uporabo oblačnih storitev. V nadaljevanju si bomo najprej pogledali glavne prednosti 
oblaka, zatem še potencialne slabosti.  
5.1 Prednosti storitev v oblaku 
V zadnjih letih se je vse več podjetij odločilo za prehod v oblak. Na spletni strani Network 
World zapisujejo, da se bo digitalna preobrazba nadaljevala tudi v prihodnje, kmalu pa bomo 
odjemalci oblačnih storitev kar vsi. Rezultati raziskave CIF (ang. Cloud Industry Forum) iz 
januarja 2021 kažejo, da 94 % anketiranih podjetij uporablja vsaj enega ponudnika storitev v 
oblaku. 91 % vprašanih trdi, da je oblak pomemben del njihove digitalne preobrazbe, medtem 
ko jih 40 % meni, da je vloga oblaka v njihovem podjetju ključnega pomena. 
Izredno pomemben dejavnik pospešenega prehoda v oblak pa je bil in je COVID-19. Večina 
organizacij (69 %) trdi, da je prej omenjeni virus pospešil njihovo digitalno preobrazbo. [34] 
1. Finančni prihranki 
Oblačne storitve se plačuje po porabi, kar omogoča elastičnost in prilagodljivost. Težko je 
vnaprej predvideti, kakšne potrebe po zmogljivosti strežnikov in ostale strojne opreme bo imelo 
podjetje v obdobju petih let. Ko se podjetje, ki se poslužuje lokalne infrastrukture, odloči za 
nakup dodatnih storitev, obstaja velika možnost, da bo nakup zajemal prevelike ali premajhne 
količine virov. S tem si lahko nabere veliko nepotrebnih stroškov in dodatnega dela. V oblaku 
takšnih težav ni. Ko organizacija za potrebe nemotenega delovanja potrebuje večje moči, le-te 
lahko za določen čas zakupi in jih naknadno zopet sprosti. To pa močno vpliva na finance. 
2. Prilagodljivo zagotavljanje potreb 
Če ima posamezno podjetje nihajoče potrebe po npr. pasovni širini, so oblačne storitve idealne. 
Če se same potrebe po pasovni širini povečajo, je zmogljivost moč prilagoditi preko oddaljenih 
strežnikov. Nič drugače ni z zmanjševanjem pasovne širine. Ta funkcionalnost lahko podjetjem, 
ki uporabljajo oblak, na trgu predstavlja veliko prednost pred konkurenti. Večina IT direktorjev 




Prilagodljivost je pozitivna tudi za majhna, startup podjetja, ki največkrat nimajo visokega 
proračuna. V primeru potreb po uporabi zmogljivejših storitev lahko te danes zakupijo, že čez 
nekaj dni, ko se to izkaže za nepotrebno, pa odpravijo in spet plačujejo nižjo ceno. 
3. Avtomatske sistemske posodobitve 
Strežniki niso nameščeni lokalno in zanje ni potrebno skrbeti. Redne posodobitve programske 
opreme in varnosti izvajajo kar ponudniki sami. Čas, ki se je nekoč porabil za vzdrževanje 
sistema ali posodabljanje programov, se zdaj lahko nameni produktivnejšim storitvam, ki 
vplivajo na rast podjetja. [30] 
4. Produktivnost in sodelovanje 
Oblačne storitve zagotavljajo dostop do dokumentov in urejanje ter shranjevanje s katerekoli 
pametne elektronske naprave – potrebna je zgolj povezava z internetom. Različne aplikacije v 
realnem času omogočajo vpogled v spremembe, deljenje dokumentov, idej in drugih tovrstnih 
stvari, ki pripomorejo k boljši produktivnosti in količini opravljenega dela.  
5. Kontrola nad dokumenti, podatki 
Pri uporabi starejšega načina deljenja dokumentov ali podatkov, torej preko ključka, skupnega 
diska ali pošiljanja preko elektronske pošte, so ti lahko hitro prišli v napačne roke in nad 
spremembami v dokumentu lastnik ni imel vpogleda. Storitve v oblaku pa poleg tega, da se 
dostop do dokumenta (branje in pisanje) lahko omogoči zgolj določenim osebam, nudijo tudi 
vpogled v zgodovino sprememb samega dokumenta. Boljši vpogled v zgodovino in verzijo 
dokumentov zagotavlja produktivnejše delo, ki vodi k dobremu končnemu rezultatu. [30] 
6. Varnost in zanesljivost 
Ponudniki oblačnih storitev nudijo širok nabor različnih varnostnih politik in kontrol, ki 
pomagajo zaščititi podatke ter infrastrukturo pred potencialnimi napadi. Tehnologija v oblaku 
pa poleg tega redno izvaja varnostno kopiranje podatkov in nudi obnovo po možni tehnični ali 
naravni katastrofi. To omogoča neprekinjeno poslovanje, saj se podatki kopirajo na več 
različnih podatkovnih strežnikov na strani ponudnika. [36] 
7. Konkurenčnost 
Ponudniki oblačnih storitev se iz dneva v dan razvijajo in s tem uporabnikom nudijo vse več. 
Vsako podjetje, ki zagotavlja oblačne storitve, se mora v tej fazi konstantno truditi, da gre s 
trendi in potrebami naprej. Kdor zaspi, lahko izgubi vse, kar je čez leta dosegel. Konkurenca 
na trgu močno vpliva na kakovost oblačnih storitev. [30] 
8. Okolju prijazno 
Po mnenju mnogih so oblačne storitve tudi okolju prijazne. Zgoraj opisana prilagodljivost 
omogoča prilagodljivo zmogljivost strežnika in pasovne širine, glede na potrebe vsakega 




zakupom zmogljivosti, kot velikokrat izgleda praksa pri lokalnih storitvah, za seboj pušča manj 
ogljičnega odtisa. [30] 
Ponudnik storitev v oblaku Amazon Web Service glavne prednosti navaja v lahki uporabi, 
prilagodljivosti, stroškovni učinkovitosti, zanesljivosti in varnosti. [37] Podjetje IBM, ki je prav 
tako ponudnik računalništva v oblaku, pa glavne prednosti vidi v prilagodljivosti, učinkovitosti 
in strateški vrednosti. [38] 
5.2 Slabosti storitev v oblaku 
Številne prednosti oblačnih storitev vplivajo na vse večjo uporabo samega oblaka. Na 
medmrežju je pozitivne poglede in komentarje povsem lahko najti, saj jih opisuje vsak 
ponudnik posebej. Nekoliko drugače je s slabostmi, ki so na strani ponudnikov oblačnih storitev 
precej redko omenjene. Verjetnost, da se bodo spodaj naštete stvari zgodile, je precej majhna, 
a vendarle je potrebno kot izobraženi potrošnik poznati tudi negativne vidike oziroma slabosti 
tega modernega tipa tehnologije. 
1. Izpad (ang. downtime)  
Izpad je pogosto naveden kot največja slabost računalništva v oblaku. Različne ponudnike 
storitev včasih doletijo tehnični izpadi, ki jih lahko povzročijo izguba električne energije, slaba 
internetna povezljivost, izpad podatkovnih centrov ob vzdrževanju in naravne katastrofe (požar, 
neurje itd.).  
Leta 2017 je izpad Amazon Web Services (AWS) javnim podjetjem povzročil stroške v višini 
okrog 150 milijonov dolarjev. Podobno je poleti leta 2019 izpad doletel še vrsto drugih podjetij 
in storitev, kot so Cloudflare, Google, Amazon, Reddit, Spectrum idr. [39] 
Nobeno podjetje ali organizacija na izpad (ang. downtime) ni imuno. 
2. Internetna povezava 
Delovanje oblačnih storitev, dostopanje do podatkov in dokumentov v oblaku je pogojeno z 
internetno povezavo. Če dostopa do interneta ni, se vse delo zaustavi in dostop do podatkov je 
izgubljen.  
3. Počasna internetna povezava 
Zakupljeno zmogljivost mrežne hitrosti internetni ponudniki redko zagotovijo. Hitrost 
povezave je odvisna od:  
- internetne poti med uporabnikom in strežnikom,  
- razmerjem med hitrostjo interneta (velikokrat precej manjša) in hitrostjo omrežja,  





Delovanje je na koncu odvisno tudi od samih aplikacij, saj nekatere izmenjujejo minimalno 
količino podatkov, spet druge imajo vzpostavljen stalen tok za izmenjavanje med odjemalcem 
in strežnikom. [40] 
4. Ranljivost in varnost 
Tudi najboljše organizacije so že bile tarča hekerskih napadov in varnostnih kršitev. Vsaka 
komponenta, podatek in posamezen dokument, ki je shranjen v oblaku, lahko označimo za 
potencialno ranljivega. Noben ponudnik storitev ne zagotavlja 100% varnosti. Več o sami 
varnosti oblačnih storitev v 4. poglavju. [39] 
Leta 2014 je vdor v konzolo AWS EC2 (ang. Amazon Elastic Compute Cloud) doživelo podjetje 
Code Space, kar je povzročilo izgube velike količine podatkov in posledično celo morebiten 
stečaj podjetja. [39] 
Na spletni strani podjetja IBM so zapisali: »Ljudje verjamejo, da oblačna infrastruktura ni 
varna. Vaša infrastruktura v oblaku je varna toliko, kolikor jo vi naredite.« [41] 
5. Omejitve funkcionalnosti 
Različne oblačne storitve ponujajo različen nabor funkcionalnosti. Pred izbiro se mora podjetje 
ali fizična oseba dobro pozanimati o širini funkcij, ki jih posamezna storitev nudi. Nekatere 
izmed njih so namreč precej omejene, spet druge manj.  
Razlika se kaže že v ceni, npr. Microsoft 365, ki je plačljiva pisarniška storitev, nudi precej več 
funkcionalnosti in storitev kot Google Docs, ki je brezplačen. [39] 
Osebni primer iz podjetja GEN-I: SharePoint Online, namenjen internim spletnim stranem, na 
začetku še zadostuje različnim potrebam. Naprednejši uporabniki, ki si želijo nekaj več, pa ne 
morejo razmišljati o dodatnih storitvah, saj jih storitev sama po sebi ne omogoča. Podobno je z 
dostopom do programske kode in dodajanjem različnih vtičnikov, za katere je potrebno najti 
alternative in jih naložiti npr. preko PowerShella. 
6. Izguba podatkov  
Možnosti za ta črni scenarij so minimalne, a kljub temu se lahko zgodi. Preveliko zaupanje 
ponudniku oblačnih storitev je izpostavljeno za največjo nevarnost. Napake se dogajajo in kaj 






6 Uporabniški vidiki uporabe oblačnih storitev 
Začetek uporabe oblačnih storitev je povezan s spremembo. Vselej gre za preskok iz lokalnega 
načina dela v novo, neznano okolje v oblaku. Ljudje spremembe velikokrat povezujejo s tem, 
da jim bo nekaj odvzeto, posledično se jim, če se le da, izognejo. Četudi spremembe veljajo za 
dobre, se pogosto vsakdo sreča s strahom: »Kaj pa če …?« Dokler so ljudje v poznanem okolju, 
ravnajo tako, kot so navajeni, kar ni nič drugega kot vedenjski vzorci. Ko pa so prisiljeni v 
spremembo, to od vsakogar zahteva določeno mero napora. V nadaljevanju bomo podrobneje 
predstavili probleme, s katerimi se ljudje spopadajo pri spremembah in opisali nekaj načinov 
uspešne vpeljave le-teh.  
6.1 Problemi pri uvajanju sprememb v načinu dela 
Navada je železna srajca in cona udobja, v kateri se vsakdo dobro počuti, saj ve, da nekaj zna, 
dela dobro in profesionalno. Je nekaj, kar zaradi ponavljanja v vsakomer dobi ustaljeno obliko. 
Pa je res obstoječi način dela najboljši oziroma najhitrejši? Bi si lahko z drugačnim reševanjem 
določenega problema prihranili precej časa, se nekaj novega naučili? Kljub temu se je težko 
lotiti nekaj novega in drugačnega, saj gre za neznano področje. Navaditi se na nov, primernejši 
način dela je še posebej težko takrat ko obstoječi sistem ali protokol ustreza potrebam. 
Klasične psihološke reakcije ljudi na spremembe so razvidne na sliki 9. 
 
 
Slika 9: Psihološke reakcije na spremembe 
S hitro rastjo, stalno razvijajočim gospodarstvom in tehnologije v tej informacijski dobi, so 
spremembe nuja za normalno, učinkovito ter kakovostno poslovanje. Kljub številnim 
spremembam, ki se dogajajo okoli vseh, le-te za mnoge organizacije niso povsem enostavne in 
jih ne uspejo vpeljati, pa čeprav to vpliva na njihov obstoj. Nekateri za neuspeh pri vpeljevanju 
sprememb krivijo zaposlene, spet drugi vodje in menedžerje, ki precenjujejo zmožnosti 




6.1.1 Upiranje spremembam 
Odpor do sprememb velikokrat upočasni izvajanje, poslabša korist in ne nazadnje celo okrni 
celoten projekt. Razumevanje najpogostejših odporov na spremembe od začetka uvajanja, 
pripomore k učinkovitejšemu obvladovanju ugovorov in povečanemu zavedanju pri reševanju 
pomislekov. [43] 
Najpogosteje izpostavljeni razlogi, ki vplivajo na odpor do sprememb, so: [42, 43] 
1. izguba statusa ali varnost zaposlitve v organizaciji; 
2. strah pred neznanim. Manj kot zaposleni vedo o spremembi in njenem vplivu, bolj se ji 
bodo upirali. Dobra komunikacija je eno najbolj kritičnih orodij za odpornost proti 
spremembam; 
3. nezaupanje v organizaciji dobronamerno spremembo vodi v neuspeh; 
4. strah pred neuspehom. Spremembe zaposlenim lahko povzročijo dvome o zmožnosti 
izvajanja delovnih nalog. Če organizacija želi uspešne spremembe, mora članom 
projektne ekipe pomagati preseči strahove; 
5. strah pred izgubo nadzora in avtoritete; 
6. pomanjkanje časa; 
7. sprememba »statusa quo« (dosedanje stanje). Kdor meni, da bo sprememba nanj slabo 
vplivala, je ne bo podprl; 
8. pomanjkanje kompetenc vodi k motenemu pristopu pri izvajanju sprememb. Vsakdo se 
lahko strinja s spremembo, a če je pristop k njej napačen, ta ni učinkovita. Za 
učinkovitost je potrebna premišljena strategija in izvedbeni pristop; 
9. nerazumevanje potrebe po spremembi. Ko zaposleni potrebe ne razume, se lahko nanjo 
upre, predvsem zato, ker trenutni način dela dobro deluje; 
10. sprememba rutine. V coni udobja se vsak počuti varen in učinkovit; 
11. napačno dojemanje spremembe. 
6.1.2 Razlogi za spremembe 
Biti v stiku s časom, biti konkurenčen in dosegati uspešnost, vse to zahteva eksperimentiranje. 
Narediti nekaj novega in izboljšati nekaj obstoječega brez sprememb ni mogoče. Spremembe 
so potrebne za vsako organizacijo (posledično tudi zaposlenega), saj bi v nasprotnem primeru 
ta izgubila konkurenčno prednost in ne bi izpolnila vedno spreminjajočih se potreb strank. Na 
spletni strani Small Business [44] so zapisali, da so spremembe potrebne zaradi:  
1. hitro spreminjajočega in razvijajočega sveta tehnologije, 




3. spreminjajoče se svetovne ekonomije, 
4. osebne rasti – spremembe zaposlenim omogočajo, da se naučijo novih veščin, 
raziskujejo nove priložnosti in razvijajo nove ideje, 
5. izpodbijanje statusa quo – že samo vprašanje »zakaj?« lahko privede do novih idej in 
inovacij. 
6.1.3 Dejstva o spremembah 
Catherine Adenle – certificirana agentka spopadanja s spremembami je spremembam pripisala 
spodnja dejstva. [45] 
1. Različni ljudje na spremembe različno reagirajo. 
2. Sprememba pogosto vključuje izgubo – ljudje gredo skozi krivuljo izgube. 
3. Ključno vprašanje, ki se ga vsi sprašujejo ob spremembi, je: »Kaj bo sprememba 
prinesla meni?« 
4. Za nemoteno in učinkovito izvajanje sprememb so ključnega pomena vedno ljudje ali 
skupine. 
5. Vodenje je ključno za uspešno upravljanje sprememb. 
6. Vsi imajo temeljne potrebe, ki jih je potrebno zadovoljiti. 
7. Za vsako skupino ali posameznika je potreben jasen načrt ukrepov, ki so ključni pri 
izvajanju. 
8. Komunikacija in podpora sta bistveni sestavini za izvajanje sprememb. 
Na začetku se vsaka sprememba zdi slaba in težko sprejemljiva. Ko pa se posameznik z njo 
uspešno sooči in jo sprejme, ta lahko prinese ogromno dobrega. 
6.2 Način uvajanja zaposlenih v nove načine dela 
Nov način dela je povezan s spremembo. Futurist Gerd Leonhard je leta 2018 izjavil: 
»Prihodnjih dvajset let bo človeštvu prineslo več sprememb kot preteklih tristo.« Svet se 
resnično spreminja, hitreje kot kadarkoli prej. Celo sodobne rešitve se lahko hitro izkažejo za 
zastarele. Če bodo svetovne organizacije želele ostati konkurenčne, se bodo morale sploh v 
naslednjih letih precej prilagajati. [46] 
Eden prvih modelov za učinkovito vpeljavo sprememb na nivoju organizacije, katerih koristi 
so dolgoročne, je management spremembe, ki se je na trgu pojavil okoli leta 1950. Optimizacija 
trenutnega, nezadovoljivega stanja je cilj managementa spremembe, s pomočjo katerega 
skupine ali posamezniki spoznajo, da obstajajo tudi efektivnejši načini delovanja. Kurt Lewin, 
čigar model se uporablja še dandanes, določa tri faze sprememb, ki so vidne na sliki 10. Gre za 





Slika 10: Management sprememb 
1. Faza odmrznitve. Veliko ljudi ima do sprememb negativen odnos, zato je še kako 
pomembno, da se v prvi fazi seznanijo s spremembo. Predstavi se jim vzroke, namen in 
cilje spremembe. Za uspešno uvajanje sprememb in motiviranje mora organizacija 
zaposlene seznaniti še z načrtom same izpeljave in evaluacije. Vodstvo v prvi fazi torej 
definira spremembe in strategije.  
Naslednja faza se začne, ko tako zaposleni kot vodstvo spremembe sprejmejo in začutijo 
potrebo po izvedbi. [46] 
2. Faza spreminjanja. Tu mora vodstvo razviti načrt za spremembe in izvesti dejavnosti 
za implementacijo le-teh. Zaposleni pa preko identifikacije ali internalizacije sprejmejo 
nova stališča, vrednote in prepričanja. 
Primer identifikacije: določi se nekaj posameznikov, preko katerih se drugi učijo novih 
načinov vedenja, jih skušajo posnemati in se z njimi poistovetiti. 
Primer internalizacije: če želijo posamezniki doseči uspehe, se morajo pripraviti na 
drugačno vedenje v določeni situaciji. [46] 
3. Faza zamrznitve. Tu mora oseba utrjevati nove vrednote, stališča in ponotranjiti nov 
način vedenja s pomočjo tega, da ga vključi v osebnostno strukturo ter čustvene odnose. 
Od vodstva se tu pričakuje, da s strani vseh zaposlenih zberejo in analizirajo povratne 
informacije. Vodja mora prepoznati morebitne hibe ali vrzeli in obvladovati odpor, v 
koliko do njega pride. Uvesti pa mora še korektivne akcije in oceniti uspešnost izvedene 
spremembe. [46] 
Kasneje je po zgledu Levinovega modela nastalo še precej trifaznih modelov. Nekateri so jih 
sicer začeli deliti tudi na več kot tri nivoje. Eden takih, precej uporabnih in učinkovitih, je 
Proscijev model ADKAR, ki je nekoliko bolj namenjen individualni spremembi, je pa učinkovit 
tudi na ravni skupine. Deli se na pet faz: [46] 
1. Zavedanje (ang. awarness) – zakaj potrebujemo spremembo? Prepoznati je treba, 
kako, kdaj in kje je potrebno uvesti spremembo. Postavljeni morajo biti jasni in veljavni 




2. Želja (ang. desire) – udeležba in podpora pri uvajanju spremembe. 
3. Znanje (ang. knowledge) – kako vnesti spremembo? Ali je načrt primeren? 
4. Sposobnost (ang. ability) – mehke (ang. soft skills) in tehnične spretnosti za vpeljavo 
spremembe. 
5. Ojačevanje (ang. reinforcement) – vzdrževanje spremembe. 
6.2.1 Osredotočanje na rešitev 
Pri spopadanju s spremembami je izredno pomembno osredotočanje na rešitev in ne problem. 
Velikokrat se v raznoraznih organizacijah ob nastanku problema vsi ozirajo na nastalo napako 
(»Kdo je to naredil, zakaj/kako je prišlo do tega?«). Pomembnejše pa je, da se ob nastanku 
problema najprej vsi osredotočijo na reševanje in šele nato se je vredno spraševati prej 
omenjena vprašanja. Pri osredotočanju na rešitev sta pomembna »PEEP« in »MAPS«: [47] 
PEEP (sprememba pogleda): 
1. Določiti želeni rezultat (ang. preffered outcome). 
2. Poiskati kakršnekoli izjeme do problema (ang. exceptions). 
3. Prepoznati obstoječe vire (ang. existing resources). 
4. Praznovati doslej doseženega napredka (ang. progress). 
MAPS (sprememba načina dela): 
1. Ustvariti več možnosti (ang. multiple options). 
2. Vprašajte se, kako in ne, zakaj (ang. ask). 
3. Spreobrnitev težav v platforme za reševanje (ang. platform of solutions). 
4. Uporaba majhnih, pametnih korakov (ang. steps). 
6.2.2 Spopadanje s spremembo 
Spremembe so danes na področju poklicne kariere in dela rutinske. Od vsakogar pa je odvisno, 
kako se bo nanje odzval in se z njimi soočil. Največkrat je spopadanje s spremembami precej 
stresno, saj delo vsakomur predstavlja preživetje. V delo se obenem iz dneva v dan vlaga tudi 
psihično, fizično in čustveno. Prav zato spremembe veliko večino vznemirjajo. Glede na to, da 
bodo te na podlagi stalno se razvijajočih trgov, tehnologij in še marsičesa na ljudi vedno 
vplivale, je pomembno vedeti, kako se z njimi soočiti. [34] Kako se pripraviti na spremembo? 
[48, 49, 50] 
1. Važna je jasna slika. Ko posameznik razume kam, zakaj ali kako se bo nekam usmerjal 
in verjame v prihajajočo spremembo, se bo vsak nov postopek, tehnologija ali proces 




2. Prevzetje nadzora nad spremembo. Kljub temu da to ni tisto, kar si posameznik želi, je 
pomembno, da jo sprejme ter se osredotoči na prilagajanje in ne na boj proti njej.  
3. Potrebno je biti prilagodljiv in poiskati ravnotežje. Bolj, kot se spremembam lahko 
prilagodi, večje so možnosti za uspeh.  
4. Zase je potrebno poskrbeti. Obvladovanje sprememb na delovnem mestu je lahko 
stresno, težko in izčrpavajoče, zato se ne smejo ignorirati simptomi stresa ali depresije, 
temveč je potrebno biti sočuten.  
5. Prekomerna komunikacija je pomembna. Morebitne vrzeli v komunikaciji namreč 
zapolnijo govorice in špekulacije, ki ustvarijo še več strahu.  
6. Pomaganje drugemu udeležencu v spremembi. Pomoč drugim pomaga obvladovati stres 
in pripomore k hitrejši prilagoditvi. 
7. Na spremembo je potrebno gledati kot na nov začetek, dodano vrednost in rešitev na 
trenutne pomanjkljivosti ali težave. 
8. Izkoristiti je potrebno nove priložnosti. Tako se je najučinkovitejše spopadati s 
spremembo in ne z bojem proti njej. 
9. Pripravljenost na naslednjo spremembo. Po prilagoditvi na aktualno spremembo se 
nanjo ni priporočljivo navaditi, saj so spremembe neprestane in kmalu se bo potrebno 
spoprijeti z novimi.  
Kaj se zgodi, če pri vpeljevanju sprememb izpustimo en element? [47] 
Vizija Motivacija Znanje Akcijski načrt Viri Trajnostna sprememba 
 Motivacija Znanje Akcijski načrt Viri Zmeda 
Vizija  Znanje Akcijski načrt Viri Počasna sprememba 
Vizija Motivacija  Akcijski načrt Viri Anksioznost 
Vizija Motivacija Znanje  Viri Ni spremembe 
Vizija Motivacija Znanje Akcijski načrt  Razočaranje 
 
Heraclitus: »Edina konstanta v življenju je sprememba.« [49] Te so dandanes nuja za vsa 
podjetja in posameznike, saj prinašajo številne poslovne in druge priložnosti, ki jih ni moč 
prezreti. Le tako namreč vsakdo ostane konkurenčen.  
Da posameznik doseže najboljše rezultate sprememb, se mora osredotočiti na priložnosti, ki jih 
prinašajo. Podobno je zapisal tudi Sokratis: »Skrivnost sprememb je, da vse svoje energije ne 
usmerite v boj proti staremu, ampak na gradnjo novega.« [50] 




7 Vpeljava oblačnih storitev v podjetju GEN-I, d.o.o. 
V podjetju GEN-I smo z uporabo oblačnih storitev, natančneje v mojem primeru pisarniškega 
orodja Microsoft 365, začeli leta 2017. Omenjeno orodje se je izkazalo za dobro nadgradnjo 
nekdanjega načina dela, ki je po večini temeljil na izvajanju ročnih procesov. S pomočjo 
storitev, ki jih nudi Microsoft 365, smo avtomatizirali precej procesov, ustvarili bolj povezano 
okolje in olajšali samo sodelovanje med zaposlenimi. V nadaljevanju sledi nekoliko 
podrobnejši opis storitve Microsoft 365 (skupaj z nekaj pripadajočimi orodji), Microsoft Teams 
in opis stanja obeh v podjetju GEN-I. 
7.1 Microsoft 365 
Microsoft 365 je skupek pisarniških storitev v oblaku za organizacije in osebno rabo. Blagovna 
znamka, prvič predstavljena julija leta 2017, je bila v letu 2020 preimenovana. Nekdanji Office 
365 je zdaj Microsoft 365. Po navedbah ameriškega podjetja, tako jasneje izraža obseg funkcij 
in prednosti, ki jih prinaša sama naročnina. Microsoft 365 sicer vključuje vse, kar je že nudila 
storitev Office 365, vključno z Office programi, pametnimi storitvami v oblaku in napredno 
varnostjo. [51] 
Storitev v oblaku je na voljo na vseh elektronskih napravah z zaslonom – tablicah, mobilnih 
telefonih in računalnikih. Do orodja se lahko dostopa od kjerkoli in kadarkoli, vse, kar je 
potrebno, je zgolj internetna povezava. Dokument na primer vsakdo lahko začne urejati v 
službi, dokonča pa ga lahko kar na poti domov.  
Gre za storitev, za katero se plačuje mesečna ali letna naročnina. Prednost plačevanja je plačilo 
po porabi, plača se torej zgolj za tiste storitve, ki jih posameznik potrebuje. Z eno licenco se 
Microsoft 365 lahko namesti na pet različnih naprav. [51] 
Ena izmed glavnih prednosti storitev v oblaku, posledično tudi Microsofta 365 je plačilo po 
porabi. Podobno je z licencami, saj se lahko te prilagaja glede na število zaposlenih v danem 
obdobju. Precej izpostavljena funkcionalnost Microsofta 365 je tudi sodelovanje, in sicer na 
določenem Word ali Excel dokumentu naenkrat lahko sodeluje več ljudi, ki si sproti izmenjujejo 
informacije.  
Pisarniško programsko okolje vključuje kar nekaj orodij v oblaku, in sicer osnovne programe 
različice Office (Word, Excel, PowerPoint, Outlook idr.) in naprednejše storitve, kot so 
SharePoint, OneNote, Power Automate, Power Apps idr.  
Vsi ti programi so med seboj povezani in podjetju zagotavljajo dobro storilnost. V nadaljevanju 
bom predstavil tri vedno bolj uporabne storitve Microsofta 365: 
7.1.1 Orodje SharePoint Online 
SharePoint je namenjen sodelovanju, upravljanju in shranjevanju dokumentov v oblaku, do 




internih spletnih strani, preko katerih uporabniki dostopajo do dokumentov, seznamov in 
različnih programov. Interni portali so sicer na voljo zaposlenim znotraj organizacije, lahko pa 
se jih za vpogled omogoči tudi z ljudmi zunaj organizacije.  
SharePoint je na voljo v dveh različnih oblikah: 
- Klasična izkušnja (ang. classic experience) je starejši tip orodja SharePoint se po večini 
uporablja na lokalnih strežnikih, v oblaku pa vse manj. Omogoča prilagodljiv 
uporabniški vmesnik, ki vključuje sezname in knjižnice. 
- Moderna izkušnja (ang. modern experience) je novejša različica orodja SharePointa, ki 
je v oblaku nadgradila klasično izkušnjo in je precej enostavnejša za uporabo.  
Orodje sicer omogoča kreacijo dveh različnih tipov strani, in sicer: 
- Ekipna stran (ang. team site) je namenjena zaprtim skupinam uporabnikov, 
omogočajo ogled in sodelovanje na vsebini, podatkih in novicah. Te strani so sestavni 
element vsake Microsoft Teams skupine ali kanala, namreč z vsakim novim Teams 
kanalom se ustvari tudi SharePoint stran. 
- Komunikacijska stran (ang. communication site) je v osnovi namenjena deljenju 
vsebine širši množici. Gre za princip ena proti mnogo – malo urednikov, veliko bralcev. 
Ekipni in komunikacijski tip strani sta si po funkcionalnosti med seboj enaka, razlika je opazna 
v izgledu, kot je razvidno na sliki 11. Ekipna stran ima meni lociran na levi strani samega 
portala, medtem ko ima komunikacijska stran meni zgoraj, pod imenom portala, v ravni liniji. 
 
Slika 11: Ekipni (levo) in komunikacijski (desno) tip SharePoint strani 
SharePoint je po besedah mnogih vodilno in hkrati najbolj uporabno tovrstno orodje, tako na 
trgu kot tudi znotraj Microsofta. [52] 
7.1.2 Orodje Power Automate 
Power Automate je orodje za avtomatizacijo poslovnih procesov, pošiljanje samodejnih 
opomnikov, prenos poslovnih podatkov idr. Omogoča povezovanje različnih oblačnih in 
lokalnih (ang. on-premises) aplikacij in storitev. S pomočjo Power Automate je moč prejemati 
obvestila, shranjevati datoteke, zbirati podatke ipd. [53] Opisujejo ga kot orodje, ki vsakomur 
prihrani precej časa, saj se ni potrebno ukvarjati z dolgočasnim in nepotrebnim delom. 




Obstaja več različnih tipov tokov, in sicer: [53] 
- Avtomatizirani tok je samodejno sprožen preko nekega dogodka.  
Primer: ko nekdo poda odgovor na obrazec v Forms, kreator obrazca dobi sporočilo, da je prejel 
nov odgovor. 
- Takojšnji tok se sproži ob pritisku na gumb.  
Primer: naloži slike v OneDrive. 
- Načrtovan tok – akcija se izvede ob določeni uri.  
Primer: vsak dan, ob 07:00, posreduj vremensko napoved.  
- Tok poslovnega procesa. 
Primer: določenemu postopku se nastavi niz korakov, ki mu sledijo vsi zaposleni v podjetju. 
- Tok v uporabniškem vmesniku 
Primer: snemanje klikov in tipkanja po tipkovnici iz namiznih ali spletnih aplikacij ter 
avtomatizirano predvajanje ročnih korakov. 
Podobno kot vsa tehnologija ima tudi Power Automate na trgu konkurenta. To je IFTTT, ki ga 
na uradni spletni strani opišejo: »Je način dela, ki omogoča, da se vse aplikacije in naprave 
med seboj pogovarjajo. Na internetu ni vse lepo, zato smo na misiji, da zgradimo bolj povezan 
svet.« [54] 
7.1.3 Orodje Power Apps 
Orodje, ki je sestavljeno iz nabora aplikacij, storitev in različnih konektorjev podatkovne 
platforme, zagotavlja hitro ter uporabniku prijazno okolje za razvoj novih poslovnih aplikacij. 
S Power Apps ustvarjeni programi zagotavljajo poslovno logistiko in delovne procese za 
digitalizacijo ter avtomatizacijo ročnih procesov. Orodje omogoča tudi prilagodljiv dizajn za 
uporabo na računalnikih, tablicah in mobilnih napravah. [55] 
Power Apps lahko uporabljajo tako napredni programerji ali razvijalci kot tudi netehnični 
ljudje.  
Program za izdelavo aplikacij ne zahteva programiranja, ker vsebuje: [56] 
- knjižnico programov, s katerimi se lahko začne izdelovati nova, prilagojena aplikacija; 
- knjižnico z več kot 200 konektorji za integracijo podatkov in sistemov, vključno s 
tistimi, ki jih omogoča Microsoft 365; 
- enostavni povleci in spusti (ang. drag and drop) vmesnik; 





Poznamo tri različne tipe razvoja aplikacij v Power Apps: [55]  
- »prazen« pristop (ang. canvas approach) je brez predloge, upravljalec sam poveže 
vire podatkov, doda delovne tokove in ustvari vmesnike za nov program s funkcijo 
»drag and drop«; 
- modelno usmerjen pristop (ang. model driven approach) že vsebuje informacije o 
različnih obrazcih, podatkovni strukturi, poslovnih pravilih in procesih, s pomočjo 
katerih omogoča izdelavo aplikacij; 
- Power Apps portal studio je oblikovno orodje za dodajanje in konfiguriranje spletnih 
strani, obrazcev in seznamov. 
7.1.4 Povezljivost orodij Microsoft 365 
Vsa orodja so med seboj povezana, kar omogoča lažje in hitrejše delo. Na primer s kreiranjem 
novega kanala v Teams, se v Microsoft 365 ustvari nova skupina in SharePoint Online ekipna 
stran, kamor se shranjujejo vsi dokumenti ter podatki. Poleg Microsoft Teams skupine se torej 
ustvari še SharePoint stran, ki se jo nadaljnje lahko uporabi za interno spletno stran službe, 
oddelka ali članov projekta.  
Orodji Microsoft Teams in SharePoint pa sta obenem povezljivi tudi z OneNote, Forms, 
Stream, Power Automate, Power Applications. Nekaj primerov: 
1. OneNote – SharePoint/Teams – v kolikor se OneNote zvezek kreira v povezavi s Teams 
skupino, dostop do samega zvezka dobijo zgolj člani Teams skupine in SharePoint 
strani.  
2. Stream – SharePoint/Teams: Na SharePoint stran se preko gradnikov lahko neomejeno 
dodaja videoposnetke, ki so naloženi v orodju Stream. Če se posameznik odloči za 
snemanje sestanka, se kreiran posnetek takoj po prekinitvi snemanja naloži v Microsoft 
Stream. Dostop do videa pa imajo v začetni fazi zgolj udeleženci na sestanku. 
3. Power Automate – SharePoint/Teams – Power Automate vključuje ogromno 
avtomatskih potekov dela (ang. workflow). Na primer avtomatika, ki lastnika 
SharePoint strani opozori, ko je v dokumentno knjižnico naložen nov dokument. 
4. Pisarniška orodja – SharePoint/Teams – vse dokumente se lahko ureja tako v 
Microsoft Teams, kot tudi v SharePointu. V obeh orodjih se namreč urejevalnik odpre 
v oblaku. 
7.1.5 Microsoft 365 v podjetju GEN-I 
Office 365 smo v podjetju GEN-I aktivneje začeli uporabljati leta 2017. Takrat smo dobro 
poznani orodji Word in Excel začeli nadomeščati s povečano uporabo beležnice OneNote, ki je 




Poleg sodelovanja in deljenja zapiskov, OneNote vključuje napreden iskalnik, ki omogoča 
iskanje po vseh zvezkih. Prebere celo besedilo na slikah.  
Klasična pisarniška orodja Office so sicer še vedno zelo uporabna, a se za primerjavo s 
preteklostjo zdaj namesto namiznih, uporabljajo kar spletna pisarniška orodja – Word, Excel, 
PowerPoint idr. Pisarniška orodja v spletni različici omogočajo lažje deljenje in boljše 
sodelovanje, saj lahko v danem trenutku na enem dokumentu sodeluje več oseb. 
Vzporedno smo aktivno začeli uporabljati tudi orodji za komunikacijo in sporočanje, 
SharePoint Online in Microsoft Teams. Ti dve danes poleg orodja Forms, ki omogočajo 
izdelavo spletnih anket, veljata za najbolj priljubljeni interni orodji storitve Office 365. 
Večina oddelkov ali ekip že ima svojo Microsoft Teams skupino, v kateri aktivno razpravlja o 
projektih in drugih odprtih zadevah, povezanih z vsakdanjim delom. S Teams skupino povezana 
SharePoint stran pa služi kot spletno mesto posamezne službe, oddelka ali ekipe. Ne nazadnje 
se tam shranjuje vse podatkovno gradivo. 
Na SharePoint Online smo sicer zasnovali kar nekaj internih portalov, npr.:  
- GEN-I Akademija je interno spletno mesto in je namenjeno izobraževanju ter širjenju 
znanj, 
- ŠD GEN-I je digitalno stičišče športnih dejavnosti, ki jih omogoča podjetje, 
- FosWiki je interna Wikipedija oddelka IT, 
- GEN-I HUB je interno spletno mesto Službe za stike z odjemalci, 
- delo od kjerkoli – SharePoint stran z naborom koristnih informacij o delu od kjerkoli. 
Poleg oblačne različice orodja SharePoint, v podjetju že precej dolgo uporabljamo tudi klasičen 
SharePoint, ki stoji na strežniku znotraj podjetja. Na starejši različici orodja stoji interna spletna 
stran, katere ciljna publika so vsi zaposleni. A ker je upravljanje in vzdrževanje same storitve 
zahtevnejše, načrtujemo v bližnji prihodnosti, vse skupaj prenesti na SharePoint Online.  
Z vse večjo uporabo storitve Office 365 smo bili primorani spoznati še Power Automate in 
Power Apps. Orodji, ki sta namenjeni izdelavi avtomatskih procesov in odprtokodnih rešitev, 
olajšata marsikateri proces in prihranita kar nekaj časa, ki smo ga navadno porabili za ročno 
izvajanje različnih operativnih nalog. Primer avtomatskih procesov, ki jih uporabljamo v 
podjetju GEN-I, lahko najdete v poglavju 7.1.2.. 
Z vse večjo uporabo storitve Microsoft 365 smo čez čas naleteli na izziv – Teams skupin in 
SharePoint strani je vedno več. To vpliva na zasedenost kapacitet in nepregledno podatkovno 
bazo. Po preverbi opažamo, da obe orodji omogočata nastavljanje določenih omejitev, s 
katerimi lahko poskrbimo za vzdrževanje ravnovesja. Te omejitve so: 
- datum veljavnosti (ang. expiration date) – administratorji določijo rok veljavnosti 




- omejitev ustvarjanja Office 365 skupin, saj jih z omejitvijo lahko ustvarjajo zgolj 
administratorji; 
- vpogled v neaktivne skupine. 
7.2 Microsoft Teams 
Sestavno orodje Microsofta 365 se lahko opiše kot enotno platformo, namenjeno komunikaciji, 
digitalnim sestankom, shranjevanju datotek in integraciji različnih aplikacij. Sodelovanju 
namenjeno programsko okolje (za službene in zasebne zadeve) je najuspešnejši produkt 
Microsofta. 
Program počasi, a vztrajno nadomešča orodje Skype for Business, ki ga je Microsoft pred časom 
nehal posodabljati in razvijati. Microsoft Teams je v osnovi podoben orodju Skype for Business, 
le da ta poleg klepeta, klicanja in video klicanja omogoča še kopico drugih funkcionalnosti.  
Microsoft Teams je sicer glavni in največji konkurent orodju Slack, ki je ravno tako namenjen 
poslovnemu komuniciranju. Graf na sliki 12 prikazuje, da je bil Slack na trgu precej časa bolj 
priljubljen vse do začetka leta 2019, ko je prednost po številu dnevno aktivnih uporabnikov 
prevzel Teams. Julija 2019 so na uradni strani Microsofta sporočili, da so dosegli mejo 13 
milijonov uporabnikov dnevno. [57]  
 
Slika 12: Uporaba orodij Slack in Microsoft Teams 
7.2.1 Zgodovina orodja Microsoft Teams 
Slack se je na trgu pojavil leta 2013, prej kot Microsoft Teams (2016) in hitro dvignil ogromno 
zanimanja. Za nakup orodja Slack se je kmalu po izdaji ogrel tudi Microsoft. Slednji je že bil 
na pragu izvedbe, da ponudi odkupno klavzulo v višini 8 milijonov dolarjev, a se je Bill Gates 
v zadnjem trenutku premislil in podal zahtevo, da se mora podjetje osredotočiti na izboljšanje 
lastnega orodja Skype for Business. Kasneje v letu 2016 je Microsoft predstavil novo, Slacku 
konkurenčno orodje, Microsoft Teams. 
Leto dni po izdaji sta Teams nadomestila Microsoft Classroom in Office 365 Education, s strani 




7.2.2 Primerjava orodij Microsoft Team in Skype for Business 
Orodje, ki je zasnovano kot lokalna programska oprema, je Skype for Business, ki je namenjeno 
takojšnjemu sporočanju. Možnost ima avdio, tekstovno in video komuniciranje, kar danes 
velikokrat ne zadostuje več potrebam različnih podjetij, saj si ta želijo nekaj več. V skladu z 
razvojem novih programov, ki jih vključuje Microsoft 365, so v ameriškem podjetju septembra 
2017 napovedali, da bodo zaključili s posodabljanjem in vzdrževanjem orodja Skype ter vse 
moči usmerili v Microsoft Teams. Vzdrževanje in podpora se bosta za Skype for Business 
končala poleti 2021, medtem ko se bo strežnik ukinil štiri leta kasneje. [58] 
Microsoft Teams je torej nadomestil orodje, ki je v marsikaterem podjetju postalo primarno za 
komunikacijo z internimi in zunanjimi sodelavci. Številni pa se navkljub spodbudi uporabe 
Teams, dandanes še vedno oklepajo klasičnega orodja Skype. 
Nekatera podjetja torej še vedno uporabljajo Skype for Business, medtem ko druga le Microsoft 
Teams – ponekod pa sta aktualna celo oba. V ta namen so v podjetju Microsoft razvili način 
sobivanja (ang. coexistence mode), ki je namenjen izbiri različne uporabe Skype for Business in 
Microsoft Teams. Način sobivanja vključuje: [60] 
- otoški način: uporablja se lahko tako Skype For Business, kot tudi Microsoft Teams; 
- zgolj Skype for Business: uporabniki prejemajo sporočila ali klice in načrtujejo 
sestanke zgolj v Skype for Business; 
- Skype for Business v sodelovanju s Teams: uporabniki prejemajo klice ali sporočila in 
organizirajo sestanke v Skype for Business, Teams pa uporabljajo za skupinsko 
sodelovanje; 
- Skype for Business s Teams sodelovanjem in sestanki: uporabniki prejemajo sporočila 
in klice v Skype for Business, Teams pa uporabljajo za skupinsko sodelovanje in 
načrtovanje sestankov; 
- zgolj Teams: uporablja se zgolj Microsoft Teams kot edino komunikacijsko orodje. 
7.2.2.1 Microsoft Teams ali Skype for Business v podjetju GEN-I 
Skype for Business je bil do konca leta 2017 v podjetju GEN-I edino komunikacijsko orodje, 
kasneje pa je z uvedbo storitve Microsoft 365 na voljo postal še Microsoft Teams. S tem so 
imeli vsi zaposleni možnost izbire, da uporabljajo tisti program, ki jim bolj ustreza. Glede na 
to, da je bila komunikacija sprva mogoča samo preko orodja Skype for Business, se je nanj 
navadilo veliko zaposlenih in je ta še naprej veljal kot bolj uporabljen ter priljuben.  
Na samem začetku smo z uporabo Microsoft Teams začeli zgolj člani službe IT. Čez čas smo 
pa postopoma vsem zaposlenim Skupine GEN-I začeli svetovati, naj za namene komunikacije 
uporabljajo novo orodje, saj smo vedeli, da bo podjetje Microsoft prenehalo s podporo orodja 
Skype for Business in ga čez nekaj let celo ukinilo (več v poglavju 7.2.2.). V infrastrukturi GEN-





V zadnjem kvartalu leta 2020 so vodje službe IT sprejele odločitev, da z letom 2021 ukinejo 
Skype for Business. Glede na to, da so nekateri še vedno uporabljali zgolj ukinjajoče se orodje, 
se je bilo na spremembo potrebno pripraviti.  
Zasnovali smo načrt, kako zagotoviti čim lažje sprejetje spremembe. Bili smo mnenja, da bi to 
lahko dosegli s pripravo razlagalnih videoposnetkov, ki bi zaposlenim približali uporabo orodja 
Teams. V ta namen smo posneli deset videoposnetkov z glavnimi in zanimivimi 
funkcionalnostmi. 
Konec decembra 2020 smo pripravili še novico za celotno podjetje, ki je bila objavljena na 
internem spletnem portalu podjetja GEN-I. Vključevala je tekstovno besedilo in zgoraj 
omenjene posnetke. 
Sprememba za nekatere ni bila zahtevna, težav z uporabo niso imeli niti novi člani Skupine 
GEN-I. Nekoliko težje pa je vendarle z zaposlenimi, ki so na GEN-I-ju že več let, saj so bili od 
samega začetka vajeni zgolj uporabe orodja Skype for Business (»Navada je železna srajca«, 
več v poglavju 6.). Ker so bili videoposnetki dobro sprejeti, smo se odločili, da jih bomo z 
Microsoft Teams vsebino pripravljali tudi v prihodnje. 
7.2.2.2 Razvoj orodja Microsoft Teams v prihodnje 
Microsoft Teams vse bolj ustreza potrebam za vsakdanje izvajanje dela, učenje in 
komunikacijo. Orodje je še posebej velik vzpon (uporaba in razvoj novih funkcionalnosti) 
doživelo v začetku leta 2020, ko je zaradi pandemije covid-19 postalo eno izmed ključnih za 
izvajanje dela in šole na daljavo. Infrastrukturo Microsoft Teams so prav v teh kriznih časih 
nadgradili in oznanili, da lahko oskrbijo do dve milijardi odjemalcev, ki delo izvajajo na 
daljavo. 
Poleg tehničnih izboljšav Microsoft redno skrbi za posodabljanje funkcionalnosti. Tu se precej 
ozirajo na želje vseh odjemalcev, ki aplikacijo redno uporabljajo. Spletno mesto »Microsoft 
Teams user voice« je stičišče, na katerega vsi uporabniki oddajajo vloge po izboljšavah, pri 
Microsoftu pa stremijo prav k nadgradnji tistih, ki so najbolj zaželene. 
V času pandemije covid-19, v začetku leta 2020, so s strani Microsofta sporočili, da so v 
primerjavi z januarjem 2020, zabeležili 500 % povišano porast uporabe aplikacije. Marca 2020 
so Teams na dan zabeležili 44 milijonov uporabnikov, mesec dni kasneje že 75 milijonov 
dnevnih uporabnikov. [58] Jeseni, 28. oktobra 2020, pa so na uradni spletni strani Microsofta 




8 Vpeljava oblačnih storitev v Službo za stike z odjemalci 
v podjetju GEN-I 
V podjetju GEN-I sem sodeloval na projektu digitalizacije dela v Službi za stike z odjemalci, 
ki zajema vpeljavo storitve Microsoft 365. Glavni cilj nadgradnje sistema in vpeljave oblačne 
storitve je bil olajšati vsakdanje delo, glede na količino klicev, ki so jih tamkajšnji zaposleni 
imeli na dnevni ravni. Ta pa je sovpadal s še nekaterimi, prav tako pomembnimi cilji, in sicer:  
1. odpraviti ročno delo, ki je terjalo precej časa, 
2. povečati zadovoljstvo ter uporabniško izkušnjo zaposlenih,  
3. olajšati komunikacijo med vodjami in zaposlenimi, 
4. digitalizirati izobraževanja.  
Analiza bo vsebovala opis vsakdanjega dela pred in po uvedbi oblačnih storitev ter potek 
vpeljave storitve Microsoft 365.  
8.1 Stanje pred prenovo 
Prvotni sistem dela Službe za stike z odjemalci v podjetju GEN-I je bil sestavljen iz lokalnih 
(ang. on-premises) storitev in fizičnega gradiva. Tovrsten način izvajanja dela je uspešno služil 
od samega začetka, a z leti je podjetje GEN-I pridobilo vedno večje število odjemalcev 
električne energije in zemeljskega plina, posledično večjo količino gradiva, s katerim so 
operirali in število zaposlenih v službi je precej naraslo. Vse zgoraj našteto pa vpliva na količino 
in zahtevnost dela tako pri zaposlenih kot tudi pri vodjah. 
V nadaljevanju si bomo pogledali, kako je izgledalo vsakdanje delo v Službi za stike z 
odjemalci pred vpeljavo oblačnih storitev. 
1. Komunikacija in obveščanje 
Microsoft Outlook je bilo primarno in hkrati edino orodje za komunikacijo z odjemalci in med 
zaposlenimi. Vodje so svoje podrejene s spremembami in samim delu seznanjali preko 
Outlooka. Poleg Outlooka se je sicer za komunikacijo med zaposlenimi uporabljalo še orodje 
Skype for Business, ki pa je namenjeno bolj hitri in kratki komunikaciji. 
V podjetju GEN-I uporabljamo lokalni (ang. on-premises) Microsoft Outlook, kar pomeni, da 
je na lastnih strežnikih znotraj organizacije. Storitev, ki je v osnovi sicer namenjena izmenjavi 
sporočil in obveščanju, temu dobro služi do neke mere, in sicer vse dokler se število prejetih in 
poslanih sporočil precej poveča. Takrat lahko hitro nastane zmeda in nehote kakšno e-poštno 






2. Podatkovna dokumentacija in ostalo gradivo 
Za beleženje oz. zajem podatkovnega gradiva so se uporabljala lokalna programska orodja, kot 
so Microsoft Word, Excel, PowerPoint ipd. Dokumenti so se shranjevali na namizje, lastne in 
skupne diske lokalnega (ang. on-premises) strežnika v podjetju. Mape, posledično tudi 
dokumenti skupnega diska, so imele nastavljene različne nivoje pravic. Ločeval se je namreč 
dostop za zaposlene in vodje.  
Tudi dokumentnega gradiva je bilo s časom vedno več, posledično je bilo na skupnih diskih 
potrebno urediti drevesno strukturo. To je privedlo do velike količine map in podmap, 
posledično pa tudi do časovno potratnega iskanja specifičnega podatka v določenem 
dokumentu, kar je hkrati vplivalo na nezadovoljstvo in slabo uporabniško izkušnjo. 
3. Izobraževanja 
Izobraževanje je v CRM službi pomembno za novo zaposlene in študente, ki letno opravljajo 
počitniško delo. Tako eni kot tudi drugi se morajo predhodno izobraziti o blagovnih znamkah, 
ki jih vključuje podjetje GEN-I in osvojiti strokovni nivo, da lahko odjemalcem pomagajo pri 
reševanju različnih problemov.  
Sama izobraževanja za novo zaposlene in študente so sicer nekajkrat letno potekala v ŽIVO, 
kar je z vidika vodij oz. predavateljev časovno precej potratno. 
4. Baza znanja 
V Službi za stike z odjemalci se vedno znova izobražujejo tudi zaposleni, saj je na mesečni oz. 
letni ravni, v povezavi z delom precej novosti, s katerimi se morajo sproti seznanjati, da lahko 
profesionalno opravljajo delo. 
Izobraževalno gradivo, poimenovano »Baza znanja«, ki je pomembno za vse zaposlene, 
vključno z novimi sodelavci in študenti, je bilo pred prenovo na papirju, v fizični obliki. Veliko 
gradiva je bilo potrebno natisniti in ta proces ponavljati z vsako spremembo podatkov ter 
dokumentov. 
5. Pomembne naloge in »to-do« listki 
V poslovnem svetu si je obstoječe in nove naloge, še posebej ob veliki količini dela dobro 
zapisovati, saj v nasprotnem primeru lahko hitro na kakšno opravilo ali postavljen rok nehote 
pozabimo. Tovrstne informacije oz. opomnike so zaposleni po večini beležili na samolepljive 
listke, ki so jih nato nalepili na monitorje in širše po delovnem prostoru. 
6. Sestankovanje 
Sestanki, s pomočjo katerih največkrat večje število ljudi skuša doseči zadan organizacijski cilj, 
so sestavni del poslovnega vsakdana. Še do nedavnega je vsak zaposleni na sestanek prinesel 
zvezek, v katerega si je pisal oporne točke in naloge. Po končanih sestankih pa je bilo zapisano 





7. Urniki dela 
Službo za stike z odjemalci sestavlja veliko število zaposlenih, ki delajo v dveh izmenah, v 
okrnjenem številu pa tudi skozi vikende oz. praznike. S tega vidika je potrebno urnik sproti 
posodabljati, saj zaposleni vedno znova delajo v drugih izmenah, nekajkrat pa se med seboj 
celo menjajo. Urnik je bil pred prenovo spisan v dokumentu Excel, ki se je pošiljal vsem 
zaposlenim.  
Dolgotrajno iskanje dokumentov po skupnem disku in fizičnem gradivu, spregledana e-poštna 
sporočila in samolepljivi listki itd. – vse to se začne dogajati s povečanim obsegom dela. Da bi 
se temu kar se da izognili, smo morali v določenem trenutku reči stop staremu načinu dela in 
poiskati novo, moderno in uporabniku prijaznejšo rešitev. 
8.2 Prenova sistema 
Prenovo sistema dela smo v Službi za stike z odjemalci zapeljali skozi tri faze. 
1. analiza stanja, 
2. faza priprav, 
3. migracija. 
V nadaljevanju si bomo podrobneje pogledali, kaj posamezna faza vključuje in kako smo se 
lotili digitalizacije sistema. 
8.2.1 Analiza stanja  
V začetni fazi smo določili načrt za pripravo in izvedbo projekta. Projekt se začne s t. i. začetnim 
sestankom, na katerega so povabljeni vsi aktivno sodelujoči na projektu. Vseh udeležencev se 
sicer sprva ne da predvidevati, saj se lahko šele med potekom projekta izkaže potreba po 
zaposlenih s specifičnim znanjem, ki ga v projektni ekipi primanjkuje. Na uvodnem sestanku 
se je potrebno seznaniti z obstoječim stanjem in načinom dela, z namenom, da se predelajo 
zahteve, ki so potrebne za začetek projekta. Naročnik mora projektni ekipi jasno prikazati 
obstoječe stanje, saj le tako lahko skupaj najdejo ustrezno zamenjavo oz. izberejo pravo orodje 
za prenovljen način dela. 
Glavni izziv, ki smo ga zaznali na uvodnem sestanku, je: celotno gradivo, navodila, obrazci, 
obvestila itd. na več različnih lokacijah. Nekaj podatkovnega materiala je bilo v fizični obliki, 
nekaj po mapah na skupnih diskih, nekaj na e-poštnih sporočilih … Glavna želja pa je bila 
povezana prav s tem, in sicer imeti vse prej našteto na enem mestu, v digitalni obliki.  
Zelo hitro smo definirali tudi cilj, ki je bil postaviti interno spletno orodje za Službo za stike z 
odjemalci, ki ga po procesu prenove upravljajo sami. Izbrati je bilo torej potrebno uporabniku 




Uvodna faza projekta je pomembna tudi za pregled in usklajevanje izbrane rešitve (v oblaku), 
v skladu s poslovnimi zahtevami podjetja. Hitro smo spoznali, da je Microsoft 365 izbrana 
storitev za prenovo sistema. Orodja so bila v podjetju takrat že nekaj časa v uporabi, sprva sicer 
večinoma na IT-oddelku, kjer smo se s storitvijo dobro seznanili in posledično hitro ugotovili, 
da je to prava rešitev.  
Nekoliko drugače je bilo z digitalizacijo izobraževanj, za izvedbo sta nam bili ponujeni dve 
orodji, in sicer LMS 365 ter Smart Arena. Tu odločitve za optimalno orodje nismo sprejeli tako 
hitro kot pri storitvi Microsoft 365, saj sta se po predstavitvah podjetij, oba programa zdela 
precej uporabna. Temu primerno je sledila daljša faza testiranja, ki je podrobneje opisana v 
poglavju 8.2.1.1.  
Določiti pa je bilo potrebno še projektno ekipo, potek projekta in definirati vse aktivnosti. V 
projektni ekipi je bilo vključenih deset zaposlenih, in sicer: 
1. vsebinske vodje, 
2. vodja projekta in razvoja, 
3. tehnični razvoj, 
4. testni uporabniki, 
5. mentorstvo s strani dveh direktorjev. 
Jaz, študent Fakultete za elektrotehniko, sem bil odgovoren za tehnični razvoj. Med potekom 
projekta sem najaktivneje sodeloval z vodjo projekta in razvoja ter z obema mentorjema. 
8.2.1.1 Izbira optimalnega orodja za izobraževanje 
LMS 365 in Smart Arena sta okolji za izdelovanje spletnih tečajev. Med fazo testiranja sta obe 
orodji omogočali tri tipe izobraževanj, in sicer: 
1. E-učenje (LMS 365) in E-tečaj (Smart Arena). 
 Tečaj preko spleta. 
2. Usposabljanje v učilnici (LMS 365) in klasični tečaj (Smart Arena).  
 Tečaj poteka preko spleta in v ŽIVO. Ta tip tečaja omogoča potrjevanje 
prisotnosti, ki vpliva na končno oceno. 
3. Spletni seminar (LMS 365) in kombinirani tečaj (Smart Arena). 
 Oba omogočata kombinacijo prvih dveh tečajev. Delavnico se lahko izvede v 






V obeh orodjih smo pripravili različne tipe tečajev in začeli testiranje. Smart Arena je bila v 
primerjavi z LMS 365 vizualno bolj izpopolnjena, medtem ko je LMS 365 omogočal lažjo in 
hitrejšo izvedbo tečajev. V fazi testiranja smo ugotovili, da sta si obe orodji, kar se 
funkcionalnosti tiče precej podobni, saj omogočata e-poštno obveščanje, podrobno statistiko 
tečajev, izdelavo certifikatov itd.  
V začetni fazi testiranja in komunikaciji s predstavniki Smart Arene pa smo ugotovili, da v 
nasprotju z orodjem LMS 365, ni združljiva s storitvijo Microsoft 365. To je pomenilo, da 
tečajev in drugih gradnikov ni bilo mogoče integrirati v SharePoint ali Microsoft Teams, kar je 
bil eden izmed glavnih razlogov, zakaj smo se na koncu odločili za uporabo orodja LMS 365. 
Poleg prej omenjenega vzroka smo med fazo testiranja zapisali še ostale ugotovitve, ki so 
razvidne na sliki 13 in so prav tako vplivale na končno izbiro. 
 
Slika 13: Rezultati testiranja izobraževalnega orodja 
8.2.2 Faza priprav  
V drugi fazi projekta smo skupaj z naročnikom projekta določili strategijo za prehod v storitev 
Microsoft 365, postavili pilotno strukturo (testno okolje) in določili načrt poteka migracije.  
S strani naročnika smo pridobili zahteve in želje za postavitev portala GEN-I HUB, za katere 
se je izkazalo, da ne bomo mogli vseh izpolniti. SharePoint Online temelji na principu 
programska oprema kot storitev (SaaS), kar pomeni, da je za orodje v celoti odgovoren 
ponudnik storitve (Microsoft). Odjemalci storitve so posledično omejeni s tem, kar sam 
program ponuja.  
Tu smo naleteli na izziv, saj nismo mogli ustreči vsem zahtevam naročnika. SharePoint Online, 
ki je bil med fazo prenove sistema na trgu zgolj slabo leto in pol, takrat še ni nudil toliko 
funkcionalnosti in vizualnih zmožnosti. Zaradi prej omenjenih razlogov smo morali kar nekaj 
zahtev opustiti, in sicer: 
- kontrolo nad poljubno postavitvijo strani, 
- izdelava prilagojenih dizajnerskih sekcij, 
- dodajanje specifičnih gradnikov (LMS 365). 
Opuščanje zahtev je sproti vplivalo na nove, nekoliko prilagojene želje naročnika. Da smo 




analitika za sledenje strani, uporabili orodje PowerShell. Programsko okolje je bilo takrat zame, 
kot odgovornega za tehnični razvoj, precej novo in sem se zato moral sproti izobraževati. 
Tovrstne ovire so seveda privedle do dodatnega dela in porabljenega časa, saj smo morali na 
okolju SharePoint Online pripraviti več različnih verzij strani, da smo prišli do izbrane 
postavitve ter videza.  
V fazi priprav smo naleteli na nov izziv, in sicer podatkovnega gradiva, ki ga je bilo treba 
digitalizirati, je bilo veliko. Izziv je predstavljalo predvsem število prostih virov v projektni 
ekipi. Vodja projekta in razvoja je zato skupaj z ostalimi člani in naročnikom sprejel odločitev, 
da bodo gradivo v digitalno obliko migrirali kar zaposleni, ki so ga pripravili za prenos. 
Sprejetje tovrstne odločitve je pomenilo, da je bilo treba odgovorne osebe za digitalizacijo 
gradiva spoznati z orodji storitve Microsoft 365.  
Drugi izziv je prav tako kot prvi vplival na dodatno delo in porabljen čas na projektu. Kasneje 
se je izkazalo, da je izobraževanje sodelavcev na strani naročnika pozitivno vplivalo na kasnejšo 
uporabo in prevzem nadzora prenovljenega sistema. 
Tretji, zadnji izziv v fazi priprav, je bil povezan s komunikacijskim orodjem Yammer, ki je bil 
na portal dodan z namenom obveščanja in deljenja pomembnih informacij, saj so te navadno 
potovale preko e-pošte. Tovrstnih informacij zaposleni res ne sme spregledati, saj vplivajo na 
samo kakovost in pravilnost dela. Ugotovili smo, da Yammer ne nudi vpogleda v statistiko objav 
– torej urednik ni imel vpogleda v to, kdo je objavo videl in kdo ne, kar je bilo naročniku precej 
pomembno. Kot alternativo je projektna ekipa predlagala, naj zaposleni v primeru prebrane in 
razumljene novice uporabi funkcijo všečka (ang. like), saj je orodje nudilo vpogled v seznam 
oseb, ki so na obvestilo podale ta odziv.  
Izbrano orodje za kreacijo spletnih izobraževanj LMS 365 smo v fazi priprav s testnimi 
uporabniškimi računi tudi nadaljnje testirali in pripravili več pilotnih tečajev. Med potekom 
testiranja smo naleteli na nov izziv, saj oblačnega programa v obliki razširitve ni bilo mogoče 
integrirati v moderno različico orodja SharePoint (Online). Glede na to, da je ponudnik storitve 
takrat potrdil, da bo to mogoče z eno izmed prihajajočih posodobitev, smo sprejeli odločitev, 
da za namene izobraževanj do takrat uporabljamo starejšo verzijo SharePointa. Izgled pilotnega 
tečaja je viden na sliki 14. 
 




Upoštevanje prilagojenih želja oz. zahtev naročnika in postavljeno testno okolje je privedlo do 
konca druge faze in sestave načrta za potek migracije v produkcijsko okolje. 
8.2.3 Migracija 
Postavitev strukture na produkcijskem okolju, določitev uporabniških pravic v vseh orodjih 
storitve Microsoft 365 in začetek uporabe prenovljenega sistema sodijo v tretjo, zadnjo fazo 
projekta.  
Priprava produkcijskega SharePoint portala GEN-I HUB in e-izobraževanj ni zahtevalo veliko 
delovnega časa, saj smo naredili zgolj kopijo testnega okolja. Podobno je bilo s podatkovnim 
gradivom, saj orodje OneNote omogoča hitro in enostavno deljenje vsebine med različnimi 
zvezki.  
Pred lansiranjem samega produkta je bilo treba z oddelkom IT infrastrukture preveriti, če imajo 
vsi zaposleni v Službi za stike z odjemalci dodeljeno licenco Office 365. V nasprotnem primeru 
namreč delo s prenovljenim sistemom ne bi bilo mogoče. Po zakupu in dodelitvi licenc storitve 
Office 365 vsem tamkajšnjim zaposlenim je bilo potrebno urediti še dostop do SharePoint 
Online strani, OneNote zvezka in komunikacijskega orodja Yammer. 
Dodeliti je bilo potrebno tri različne tipe pravic, in sicer:  
- bralci (ang. read only) – vsi zaposleni v CRM službi, 
- uredniki (ang. editor) – vsebinski uredniki in vodje, 
- administratorji – tehnični razvoj projekta (za podporo) in nekaj posameznikov.  
Projektno delo je bilo po uspešni postavitvi produkcijskega okolja in dodelitvi uporabniških 
pravic tako pripravljeno na lansiranje in na voljo za uporabo. Z naročnikom smo se v ta namen 
dogovorili za predstavitev končnega dela, ki je bila namenjena vsem zaposlenim Službe za stike 
z odjemalci. Na dogodku je projektna ekipa predstavila končni produkt, orodij, ki jih bodo v 
prihodnje uporabljali in samo povezljivost le-teh. Po samem lansiranju in začetku uporabe 
storitve je bilo potrebno uporabnikom nuditi še tehnično pomoč. 
8.3 Stanje po prenovi 
V Službi za stike z odjemalci smo s prenovo digitalizirali vse procese dela. Star predvsem ročni 
način dela je nadomestila »pisarna prihodnosti«, in sicer orodja storitve Microsoft 365, ki smo 
jo pred samo prenovo določili kot optimalno za digitalizacijo sistema. V nadaljevanju si bomo 
pogledati, kakšno je stanje po prenovi.  
1. GEN-I HUB 
SharePoint Online, ki se uporablja za izdelavo internih spletnih strani, smo izkoristili v ta 
namen in na moderni, oblačni različici orodja postavili t. i. GEN-I HUB, ki je postal »središče« 




vloge, besedila ipd. Spletna stran je za tamkajšnje zaposlene zares pomembna, zato smo zgolj 
za CRM službo nastavili, da se ob odprtju brskalnika, poleg internega portala podjetja GEN-I, 
vzporedno odpre tudi GEN-I HUB.  
2. Komunikacija in obveščanje 
Za interno komunikacijo se zdaj namesto orodja Skype for Business uporablja Microsoft Teams. 
Pošiljanje pomembnih obvestil (vodje – zaposleni) pa smo z željo po odpravi velike količine 
elektronskih sporočil želeli ločiti od Microsoftovega Outlooka in zdaj za potrebe obveščanja 
uporabljamo Yammer, ki je kot gradnik dodan na GEN-I HUB. Orodje Yammer smo izbrali 
predvsem zato, ker je združljivo s SharePoint stranjo. 
Komunikacija s strankami oz. odjemalci še vedno poteka preko telefonskih klicev in orodja 
Outlook, a smo s preusmeritvijo interne komunikacije in obveščanja precej zmanjšali število 
elektronskih sporočil in posledično pripomogli k boljši preglednosti, ažurnosti ipd. 
3. Podatkovna dokumentacija in ostalo gradivo 
Iz lokalne programske opreme in shranjevanja dokumentov na skupne diske, smo prešli na 
uporabo pisarniških orodij v oblaku. Dokumenti, shranjeni na SharePoint strani, orodju Teams 
in OneDrive pripomorejo k boljšemu sodelovanju in hkrati omogočajo dostopnost od kjerkoli 
in kadarkoli. Oblačna pisarniška orodja obenem vključujejo tudi dober iskalnik, s pomočjo 
katerega željene podatke ali dokumente takoj najdejo. 
Velika prednost urejanja dokumentov v oblaku se kaže v tem, da lahko v danem trenutku na 
enem dokumentu sodeluje več ljudi. Spremembe se shranjujejo sproti, in če bi pomotoma prišlo 
do izbrisa določenih podatkov, lahko dokument povrnemo v prejšnjo shranjeno različico. 
4. Izobraževanja 
Izobraževanja za novo zaposlene in študente, ki se na letni ravni precej menjajo, zdaj ne 
potekajo več v ŽIVO, temveč smo jih zastavili v orodju LMS 365, ki je podrobneje opisano v 
poglavju 8.2.2.1. Izobraževanja vključujejo Microsoft Stream video predavanja, PowerPoint 
gradivo in vprašalnik. Po koncu vsakega tečaja zaposleni lahko prejmejo certifikat, ki potrjuje 
udeležbo in osvojeno znanje. S tem smo vodjam in ostalim predavateljem prihranili precej časa. 
5. Baza znanja 
Velike količine papirja oz. Bazo znanja smo nadomestili z orodjem OneNote. Tu so zdaj po 
zvezkih razdeljena področja za potrebe učenja in rednega izobraževanja. Podobno kot ostala 
pisarniška orodja, ima tudi OneNote napreden iskalnik, ki išče celo po besedilu slik. Gradiva 
zdaj ni več treba tiskati, lažje pa je skrbeti tudi za ažurnost podatkov. 
6. Pomembne naloge in »to-do« listki 
Seznam opravil (ang. to-do list) smo iz zvezkov in lepljivih listkov prestavili v OneNote, kjer 




Zvezke je v orodju OneNote možno tudi zaščititi in tako poskrbeti za še boljšo varnost. S tem 
smo zagotovo izboljšali politiko čiste mize. 
7. Sestankovanje 
Namesto zvezkov zdaj zaposleni na sestanke nosimo kar prenosne računalnike. Tudi za namene 
zapisnikov ali povzetkov sestankov se uporablja OneNote. Zvezke lahko delimo z drugimi 
zaposlenimi in s tem lahko na eni strani sodeluje več ljudi.  
Poleg orodja OneNote se za beleženje dela in opravljenih ur na določenem projektu ali 
specifični nalogi uporablja temu namenjeno orodje Wrike. Vanj si vsi zaposleni oddelka IT (tudi 
druge službe) zapisujejo vsa opravila in projektne zahtevke, določajo statuse posameznih 
opravil ter beležijo porabljen čas. Primer je prikazan na sliki 15. 
 
Slika 15:Vpisovanje dela v orodju Wrike 
Zapisovanje pomembnih informacij, opravil in zapisnikov sestankov je s programskim orodjem 
OneNote precej hitrejše in učinkovitejše, saj lahko vse prej našteto takoj delimo z ostalimi 
udeleženci razprave.  
8. Urniki dela 
Urnike dela in malic smo iz klasičnih Excel dokumentov, ki jih je bilo potrebno zaposlenim 
sproti pošiljati, prestavili v oblačno orodje Sling. Ta omogoča preprost urejevalnik urnikov, 
lažjo spremembo podatkov, zaposleni pa imajo vedno na voljo ažurno stanje. Naključni 
razpored dela v orodju Sling je prikazan na sliki 16. 
 




Z uvedbo oblačnih storitev v Službi za stike z odjemalci smo dosegli vse zastavljene cilje. 
Odpravili smo veliko ročnega dela, digitalizirali smo izobraževanja, uredili lažji sistem 
obveščanja, izboljšali komunikacijo in povečali zadovoljstvo ter uporabniško izkušnjo. Delo z 
orodji storitve Microsoft 365 je namreč hitrejše, učinkovitejše, vse podatke ima vsak vedno pri 






V diplomskem delu smo s spoznavanjem teorije spoznali računalništvo v oblaku in ugotovili, 
da gre za optimalno tehnološko rešitev, ki tako podjetjem kot tudi dotičnim osebam pomaga 
biti v stiku s časom in samo konkurenco. Oblačne storitve imajo poleg pozitivnih seveda tudi 
negativnih lastnosti. A po pregledu le-teh smo ugotovili, da obstaja precej majhna verjetnost, 
da bi se pripetile. Ne nazadnje pa vpliv na kakovost delovanja sloni tudi na nas samih, saj 
moramo imeti zagotovljeno dobro, hitro internetno povezavo in že na nivoju uporabnikov 
skrbeti za dobro varnost osebnih podatkov.  
Varnost še vedno velja za področje, ki marsikomu še vzbuja vprašanja in postavlja skrbi o 
oblačnih storitvah. Ponudniki storitev sicer obljubljajo dobro in kakovostno varovanje 
podatkov, vendar 100% zaščite ne more zagotoviti nihče. A kot pravijo raziskave in mnenja 
strokovnjakov, je sama zaščita podatkov v oblaku danes že boljša kot na lokalnih strežnikih ali 
v sistemih. Ponudniki storitev v to področje vlagajo največ denarja, saj bi bilo v primeru kolapsa 
z njimi najverjetneje konec. Prav s tem namenom so že razvili ogromno učinkovitih sistemov, 
ki jih s testiranjem varnosti preko tretjih oseb redno preizkušajo tudi sami.  
Računalništvo v oblaku ni nov pojem, saj se pojavlja že precej let, kljub temu pa vsa podjetja 
še vedno niso preklopila na ta način dela. Ugotovili smo, zakaj se ljudje upirajo spremembam 
ter povzeli različne načine, kako bi jih na to privadili in vpeljali v samo novost. Velikokrat se 
namreč sprememba, še posebej na začetku, zdi precej težka, a se velikokrat izkaže za 
učinkovito.  
V drugem delu diplomske naloge smo se podrobneje osredotočili na storitev Office 365 in samo 
uporabo ter vpeljavo v podjetje GEN-I. Spoznali smo, da nabor različnih programov predstavlja 
pisarno prihodnosti, saj olajšuje marsikateri proces pri vsakdanjem delu. Različni programi, 
namenjeni komunikaciji, deljenju gradiva in izdelavi spletnih strani, zaposlenim v podjetju 
omogočajo boljšo povezanost in lažje ter hitrejše delo. S pomočjo storitve Office 365 smo tudi 
v GEN-I odpravili kar nekaj ročnega dela. Danes s pomočjo programov, kot sta Power 
Automate in PowerApps, procese sprožimo kar avtomatsko in tako prihranimo precej 
dragocenega časa.  
Stanje pred uvedbo oblačnih storitev in potek dela po uvedbi smo opisali tudi na praktičnem 
primeru, in sicer, kako je sprememba vplivala na delo v Službi za stike z odjemalci. Pred 
vpeljavo storitve Office 365 storitve je bilo precej dela tudi tu opravljenega ročno. S prenovo 
pa je vse skupaj nekoliko drugače, saj smo prihranili kar nekaj časa, ki ga lahko zaposleni danes 
porabijo za učinkovitejšo pomoč strankam, kar je ne nazadnje tudi cilj sodelavcev iz službe 
CRM – »Zadovoljna stranka je naš uspeh.« 
Verjamemo, da se podobnega mita držijo tudi ponudniki oblačnih storitev, ki skrbijo za 





Računalništvo v oblaku ima zagotovo obetavno prihodnost, saj že sedaj in tudi v prihodnje bo 
spreminjalo način našega dela. Odkar so se začele oblačne storitve pospešeno uporabljati, so se 
te nedvomno izkazale za več kot le novo generacijo strojne in programske opreme. Lahko bi 
rekli, da je oblak poskrbel za tehnološko revolucijo, ki temeljito spreminja življenje. 
Prihodnosti se sicer ne da napovedati, lahko pa se predvideva.  
Spletni viri navajajo, da prihodnost sloni v hipercentrih in umetni inteligenci. Ta bo podkrepila 
nove tehnologije in pripomogla k vpeljavi le-teh na različne naprave, kot so mobilni in 
gospodinjski aparati ter ostala področja (socialni mediji, zdravstveno varstvo, kibernetska 
varnost). Bodo pa oblačne storitve zagotovo vse bolj obremenjene, saj se vse več podjetij in 
individualnih oseb odloča za samo uporabo. Nedvomno bo torej potrebno izboljšati tudi 
internetno povezavo. [61, 62] 
Korenite spremembe v digitalnem svetu pa bodo zagotovo vplivale tudi na prihodnost delovnih 
mest. Napovedi kažejo, da bo v naslednjih 5–10 letih do največjih sprememb prišlo na področju 
IT-ja. Delovna mesta, ki bodo zelo iskana, bodo: projektni vodja z IT izkušnjami, poslovni in 
procesni analitik in specialist na področju integracij. [64] 
Zanimivo je, da je LinkedIn že leta 2017 razkril, katere veščine so tam najbolj iskane, in je 
obenem z njimi povezanih največ zaposlitev. Že takrat se je na prvem mestu znašla spretnost 
za delo z oblačnimi storitvami: [64]  
1. računalništvo v oblaku,  
2. statistična analiza,  
3. spletna arhitektura in razvoj, 
4. integracijska programska oprema,  
5. oblikovanje uporabniškega vmesnika.  
Misel pisatelja Nicholasa Carra: »Danes IT sistemi postajajo preteklost. Konkurenčni pomen 
IT-ja se neizogibno zmanjšuje. Programska oprema je tako kot nekoč elektrika postala kot 
komunalna storitev.« Oblak je torej prihodnost, ki jo je najbolje obravnavati kot platformo za 
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