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はじめに 
かつて夢であったことが可能になる時代に入った。小説で語られたディストピア1における個人形骸化とテ
クノロジーが支配する社会が近づいてきた。法律でまだ捉えきれいない問題が発生している。そこでの法律の
課題とは、新しいテクノロジーと、それに対する憧れを保ちつつ、その影響を吟味監視し、的確な法的枠組み
を作成し、法益を保護することである。現在のあらゆる分野において、長期間の影響を想定できない場合には
予防原則を幅広く適用しようという見解に対し、将来生じる問題を将来の技術で解決すべきであるから、進歩
を抑制しないよう予防原則を消極的な適用に限定しようとする見解が対立している。つながる社会2となった
現代社会においては、個人情報の保護が重要な問題であるとはいえ、上記見解の対立が、特に重要になる。 
日本において、個人情報とは、個人情報の保護に関する法律3の 2 条 1 項4が定義する概念である。そこでは
「生存する個人に関する情報であって、次の各号のいずれかに該当するものをいう。①当該情報に含まれる氏
名、生年月日その他の記述等により特定の個人を識別することができるもの（…）により特定の個人を識別す
ることができるもの（他の情報と容易に照合することができ、それにより特定の個人を識別することができる
こととなるものを含む）。②個人色部符合がふくまれる」と規定されている。 
他方、フランスにおける個人情報は、情報処理・情報ファイルおよび諸自由に関する法律5（以下 1978 年
法と称する）2 条 2 項により「自然人に関するあらゆる情報のうち、識別番号または個人に固有の一つ若しく
は複数の要素を参照することで、直接または間接に個人を識別しまたは識別可能なもの」と定義されている6。
この二つの定義は個人が直接的に、または間接的に識別され得ることを要件としている。1978 年法における
「間接的に」という表現は、判例により、一般人が容易に照合することができるものと解され、日本の個人情
報保護法 2 条の括弧書きと同様である。この二つの定義は、幅広いものであるため、解釈により適用範囲が
緩やかに広がることも考えられる。しかしながら、現在生じ得る個人に関する情報に対する新しい侵害に関し
ては、不足している点があるように思われる。もともと、情報とはそれを通して何等かの知識が得られるよう
なものである。個人情報は、社会における個人を特定できる情報であり、高速情報通信社会の進展に伴い、個
人情報に含まれる情報は自動的に拡大していると考えられる。他方、個人情報と評価され得る全ての情報は同
レベルで保護すべきであるとも言い難い。 
                                                          
1 次の小説はディストピアの例である。G.Orwell「Nineteen eighty four」（１９４９）； A.Huxley「Brave New Worl」
（１９３２）；R.Bradbury「Fahrenheit 451」（１９５３）; P.K.Dick「The Golden Man」（１９８０）。 
2 「つながる社会」とは、政治・経済・日常生活上のあらゆる活動において、Iot や SNS を経由し、他人若しくはテクノロ
ジー自体とつながり、無意識的に相互作用が行われている社会とする。つながる社会と同様の意味を持つ表現は「ネット
ワーク社会」である。後者は手段を強調するのに対し、前者は結果を中心にするとの区別である。現在は、相互作用や情
報のフリフロー（情報通信の自由）が普及したため、前者の方を使うことにする。 
C. Manuel. The Rise of the Network Society, The Information Age: Economy, Society and Culture Vol. 
I.  Wiley-Blackwell; Oxford, UK, 2nd ed :, 2009、625p.；藤本 健太郎「孤立社会からつながる社会へ―ソーシャル
インクルージョンに基づく社会保障改革」ミネルヴァ書房 (2012/10)225 頁 に参考する。 
3 平成 15 年 5 月 30 日法律第 57 号。 
4 「個人情報の保護に関する法律および行政手続における特定の個人を識別するための番号の利用等に関する法律の一部を
改正する法律」（平成 27 年法律 56 号）の改正後。 宇賀克也『個人情報保護法の逐条解説（第 5 版）』有斐閣（2016 年）
33-44 頁。 
5 Loi n°78-17 du 6 janvier 1978 relative à l’informatique , aux fichiers et aux libertés ; JORF 7 janvier 
1978, pp.227-231.  
6 Loi n° 2004-801 du 6 août 2004 relative à la protection des personnes physiques à l'égard des 
traitements de données à caractère personnel et modifiant la loi n° 78-17 du 6 janvier 1978 relative à 
l'informatique, aux fichiers et aux libertés, JORF n°182 du 7 août 2004,p.14063 texte n°2-. 
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個人情報の保護はフランスにおいて初めて明文化され、その後国際的に明文化されることになった。現在
のフランスの状況は、デジタル共和国のための法律7により、1978 年法が改正された。また、立法と解釈、両
面も欧州連合（Union Européenne）の動きから影響も受けている。さらに、情報処理・諸自由国務委員会
（CNIL）が法律家と他の学者を集め8、個人情報の取り扱いと、より幅広いプライバシーとニューテクノロジ
ーの議論をまとめた論文9を出版した。2017 年中に、アルゴリズムと倫理をテーマとする公表議論の開催など
のように、個人情報の保護制度の議論が活発に展開されている。そのため、フランスの状況を検討することは、
将来に向けた個人情報保護の意義と個人情報の侵害を予防し得る対策にとって有益だと言えよう。フランスに
おける個人情報の保護制度の変遷は、将来各国で生じうる問題への対策の一例として、その紹介に価値がある
と言える。 
個人情報の社会的価値と法的価値に変遷がみられ、それに対応するための動きが必要不可欠といっても、情
報通信の自由等の原則そのものを見直すのではなく、その適用範囲やあり方を是正すべきであると考えられる。
（個人情報を含む）情報は、公的又は私的な施設の運用に必要不可欠である。あらゆる施設は円滑な運用のた
めに顧客・メンバーなどの個人情報を取り扱うことが前提になっており、そのすべての行為を事前許可などの
対象にすると、官僚的にすぎる施設にもなりかねない。また、国際化やテクノロジーの進歩に伴うあらゆる情
報に関する取引の増加を前提として制限することは、企業の運営だけではなく、日常生活上の不便を招くこと
も想定される。20 世紀はものの交換（有体物、エネルギーなど）が取引のほとんどであったが、現在はサー
ビスの取引、そのうち情報交換という取引なども要になっている。情報通信自由原則の維持の根拠として考え
られるのは、国際法の存在10である。情報通信の自由は表現の自由と営業の自由から生じた自由といわれてい
る11。この原則は国連、欧州連合基本権憲章などで宣言され、保障されている。国境を超えて、国際的に情報、
（個人情報も含む）が自由に通信できるようにすることがと求められている。そうでなければ、特定の個人の
情報交換ができず、表現の自由の適用範囲が狭くなってしまうからである。また、電話・ネット通信における
情報において、個人情報と他の情報との区別がしづらく、そうした状況の下、個人情報をそれとして明確に把
握し、特別な措置をとることは、その利便性を失うおそれもあると思われるからである。そして、公的な観点
から、いくつかの分野において、国々の間の協力条約が締結されている。その協力の中に、個人情報の通信が
含まれていることが想定し得る。すなわち、国内的かつ国際的に、情報通信自由原則を前提とした上で、どの
ように個人情報を保護できるのかが問題となっているのである。 
以上の点を踏まえ、個人情報とそれと密接に関連する情報（個人行動に関する私生活の包括的な情報など）
を有効かつ適切に保護する措置のあり方に、大いに関心がもたれるに至った12。そこで、現在に至るまでの法
制度やその改正を紹介しつつ、どのように柔軟性が保たれたかを検討する。個人情報という概念はありふれた
もののように思われるが、1978 年法は個人情報ではなく、氏名的情報（informations nominatives）が対象
であった。その後、判例により、氏名的情報と個人情報とが本質的に同一なものと解釈されるに至った。それ
は、概念の対象になる「情報」に対するアプローチが変わったことに他ならない。また、保護の枠組みの趣旨
にもアプローチの変更がみられると思われる。そこで、本稿では、個人情報を侵害しうる事象に対する事前の
                                                          
7 Loi n°2016-1321 du 13 otcobre 2016 pour une République numérique, JORF n°0235 du 8 octobre 2016,  
8 CNIL, “Vie privée à l'horizon 2020. Cahiers IP”, Innovation & Prospective, vol. 1, no. 1, pp. 1–60, 
2012. 
9 ibid.. 
10 国際的に、個人情報は欧州連合基本権憲章 8 条、ローマ条約 16 条、欧州人権条約 8 条が保護根拠条文である。欧州連合
裁判所の判例を指摘すると、例えば、Court of Justice of the EU, judgment of 9.11.2010, Joined cases C-92/09 
and C-93/09 Volker und Markus Schecke ad Eiffert [2010]ECR I-0000、個人情報保護権は絶対的な権利ではなく、社
会におけるその意義に適応しなければならないと評価される。情報保護は欧州連合基本権憲章第 7 条に保障されるプライ
バシーと家庭生活の保護に関連する。また、1995 年の 95/46/EC 指令において、欧州連合における個人情報の保護が詳細的
に定められている。 
11 他に個人情報の保護根拠になると考えられる条文は、表現の自由（欧州連合基本権憲章 11 条）営業の自由(同１６)、所
有権と特許権(17 条（２）)、人種・出身・遺伝子などに基づく差別の禁止(21 条)、子供の権利（24 条）、健康権（35
条）、文章アクセス権（42 条）、公平な救済と裁判を受ける権利(47 条)である。 
12 日本においても、同様な議論が行われている。 
大江裕幸「個人情報の利用と保護のバランス」法学教室 432 号（2016 年）27-32（27）頁。 
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制限というパターナーリズム的観点に代えて、事後コントロールを強化する傾向など、現在までの関連する条
文の状況をまとめ、改正を経た現行の保護制度の在り方について検討を加えたい。 
 
1．法律の目的と適用範囲からわかる保護法益 
1.1 法律の枠組みからみた保護法益 
1.1-1 1978 年法までの経緯とその趣旨 
国民に関する情報などは以前から収集され、リスト化されてきた。パソコン等のテクノロジーの発展により、
そのリスト化された情報などは容易に交換することができるようになり、複数のリストを結合した大リストを
作成できるようになった13。1960 年代から、そのような情報の集合により、公の諸自由が侵害されるおそれ
があると指摘され、1971 年に国務院（Conseil d’Etat）が個人情報の取り扱いについて政府に勧告等をした。
なおかつ、 1974 年には、行政のファイルと個人の目録のために自動化されたシステム（Système 
automatisé pour les fichiers administratifs et le répertoire des individus）、以下では SAFARI と略称す
る政府プロジェクトが計画された。本プロジェクトは、全ての行政的な名簿14（みなし行政的な名簿を含む。）
を相互に接続して、総務省にある一つの大リストを作成し、全情報を社会保障番号に帰属させることにより、
その番号からある個人に対するすべての情報を知りえるというものである。このプロジェクトはマスメディア
に取り上げられ、1974 年 3 月 21 日の Le Monde に « SAFARI ou la chasse aux français »（「SAFARI、
あるいはフランス人の狩。」)という記事が出版されたことで、問題意識が広がった。このような社会におけ
る議論をきっかけにして、取りまとめたトリコ報告書15（Rapport Tricot）が提出された。 
こうした経緯を経て、1978 法は、特別行政規則（police adminstrative spéciale）として制定された。そ
の根拠は、公共秩序の維持に関し、立法者・政府が十分に信頼されていないことに鑑み、社会倫理等を踏まえ
た、生活に不可欠な事業的活動と衝突する個人情報の収集・保存・取り扱い等の活動に関し、第三者的監督が
必要と評価されたために、特別行政規則が導入されたといわれている16。「情報処理は各々国民のためのもの
である。その発展は国際協力の下に行うべきである。人格、人権、プライバシーや公的・個人の諸自由を侵害
してはならない。」と主張する 1978 法第 1 条は、その法律の趣旨を示し、改正を経ても変更されなかった。
それは、時代と社会が変化しても、法律の趣旨はその影響を受けず、環境の変遷に対して対策の構成や手段を
訂正したにすぎないと考えられるからである。この趣旨は、情報自体を放置し、処理されてからはじめて処理
を経由してその処理を規制することになる。情報通信社会の幕開けに際して、情報通信の自由を原則とし、そ
のなかに情報の保護を保つために、透明原則を制定したと思われる17。そのような管理活動が原則として自由
でなければならないのは、前述のように、社会秩序の維持や行政活動の官僚化のおそれを防ぐために、この原
則が必要だからである。また、情報通信社会化が進展すると同時に、その根拠に加えて、国際的や経済的な根
拠が自由の原則を根拠づけた。確かに個人情報の管理に関する法律は個人情報を管理する自由を明文化したが、
同時にその権利の適用範囲や要件を詳細に定めた。現在、個人情報の保護に関する規則については、個人面を
強調し、プライバシー権などの観点から、存在する法律を改善しようという傾向がみられるが、個人の自己実
現やプライバシーの一環としてではなく、情報社会における情報の管理の自由を前提にし、その自由を濫用し
                                                          
13 初めての情報に関する不詳な出来事ではなく、ただ情報管理の進歩により侵害の範囲が拡大した。したがって、積極的
な対策の検討が始まった。前の事件は「1904 年のカード事件」とよばれ、詳しくは以下を参考のこと。 
G.Thuillier, « Autour d’Anatole France : le capitaine Mollin et l’affaire des fiches en 1904 » ; Rev. 
Adm. nov-déc.1986, pp. 549-557 ; G. Thuillier, « A propos de l’affaire des « fiches ». Les mésaventures 
du préfet Gaston Joliet en 1904 », Rev. Adｍ. Mars-avril 1994, pp. 133-136 ; G. Thuiller, « A propos de 
l’affaire des fiches : le maintien du systèmes des fiches de 1905 à 1914 » ; Rev. Adｍ. Janv-févr. 1997, 
pp. 21-25. 
14SAFARI の目的は、内務省管理の下に、警察が(当時)処理していた 400 ファイルにある 1 億あたりの個別書類を集約する
ことであり、それは、国民を監視するための最初の一歩であると思われた。確かに、多数な警察等のファイルを集約する
ことにより、一つの作業だけで、ある人に対するすべての情報を容易に得られるといえる。 
15  情報処理がプライバシーと諸自由の尊重を維持するよう情報処理の発展措置を提案するために内閣総理大臣に設定され
た委員会による報告書。 
16 Nicolas Ochoa, « Pour en finir avec l’idée d’un droit de propriété sur ses données personnelles : ce 
que cache véritablement le principe de libre disposition », RFDA, 2015, pp. 1157-1173. 
17 A.TÜRK ; Rapport n°218(2002-2003)fait au nom de la commission des lois, déposé le 19 mars 2003. 
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ないために規則を設けたといった逆の観点から生まれた法律と評価すべきである。なぜなら、情報通信自由に
よる個人に対する侵害の蓋然性が低く、またはその侵害が実現した場合にも想定される損害の程度が低いとい
うことに基づいて、社会の便宜性などを優先することによる個人に対する侵害のおそれと、通信の自由を認め
ないことによる官僚化などの不便性等とを比較考慮し、前者の方を優先すべきであったと考えられるからであ
る。しかし、情報通信化社会の発展により、侵害の蓋然性と生じうる損害の程度が大きく変わってきた。さら
に、個人が情報通信社会化を経由し、完全なつながる社会に向けて進歩しているため、便宜な通信より、必要
な通信との社会意識が普及してきた。したがって、情報通信の自由を根本原則と位置付けることを前提に、そ
の自由の濫用がないよう、又その自由な通信から生じうる損害を防ぐために、通信自由の適用範囲の変更ない
し限界の認識が必要であると思われる。 
 
1.1-2 情報処理・諸自由全国委員会について 
自然人に帰属する氏名情報の保護を基礎づける原則である透明原則などは、行政規則という 1978 年法の本
質により、基礎づけられている。行政規則とは、ある活動を制限するための規則である。行政規則では、法律
主義が重要であり18、権利・自由を制限することで、その制限の合理性と必要性を考慮し、最小限度の自由の
制約に止めるべきである。ゆえに、一般的に事前許可・届け出制度と第三者的行政機関の事後コントロールに
より、このような活動を監督することになっている。個人情報（当時氏名的情報）との関係では、この第三者
的行政機関は 1978 年法第 6 条に設定された情報処理・諸自由全国委員会（Commission nationale de 
l’informatique et des libertés。以下、CNIL と略称する）である。CNIL の監視の下に、情報処理の自由を
保ちつつも、情報自体を保護することになっている。CNIL の具体的内容を見ると、機関構成についは、第三
者の観点で以上のコントロールを行うため、独立した機関とされていることが特徴である。そして、そのコン
トロールが何らかの効果を出すために、CNIL の管轄19・コントロール範囲、つまり個人情報の処理の意味を
明確にすることが必要である。 
第一に、CNIL は第三者的で独立な機関である。その独立性とは、機関構成と機関の活動にみられる。 
まず、機関の構成について、1978 年法 13 条 1 項（1978 年当時 8 条）よると、17 名の選任が制定されて
いる。選任される者は①国務議員（Assemblée Nationale）および、元老院（Sénat）によって任命された議
員各 2 名、②経済・社会・環境評議会（Conseil économique, social et environnemental）の総会で選出さ
れた 2 名、③国務院の総会で選出された現職の構成員又は現構成員 2 名、④破棄院総会で選出された職員の
構成員又は現構成員 2 名、⑤会計員(Cour des comptes)総会で選出された現職の構成員又は現構成員、⑥政
令（décret）によって任命される情報処理又は個人の事由に関する有識者 3 名（1978 年当時 2 名で、2004
年改正後 3 名）、⑦国民議員及び元老院議長によって任命される、情報処理に関する有識者 2 名（1978 年当
時３名で、2004 年改正後２名）である。また、「辞任以外の情報処理・諸自由全国委員会が制定する理由が
生じる場合、同委員会が制定した要件を満たす場合を除き、構成員を罷免することはできない。」と同条 2
項に定められている。同委員会の活動における独立性は 14 条(1978 年当時 8 条)の兼職禁止と利益相反の禁止
等により保障されている。 
次に、同委員会の活動において、独立性は 21 条（1978 年当時 13 条）に他の機関等から指導をうけないこ
とが明確に規定されている20。それに加えて、活動に必要な命令権が与えられ、活動の阻害行為には刑事罰が
予定されているため、影響や損害をうけず、独立した活動を行うことができると評価できる。刑事法に任せる
ことは、独立性を認めることには変わりがないが、刑罰賦課に要する時間または関係者の負担等を考慮すると、
活動を円滑で効率的に行うためには十分でないことから、2004 年改正により、刑罰に加えて、独立制裁権
（訴訟に至る場合、行政訴訟に属する。）も付け加えられた。 
                                                          
18 CC. 29 juillet 2004, Décision n°2004-499 DC. JO 7 août 2004, p. 14087, texte n°9 
19土地管轄は 1978 年法第 5 条に規定される。その解釈に関する問題が複数生じるが、本稿では、その問題は省略し、事物
管轄の検討にとどめる。 
20 独立性が認められているにもかかわらず、行政的な機関であるとのその性質に基づき、CNIL の長又は委員会の決定など
は、越権訴訟(Recours pour excès de pouvoir)の対象になる。また、1978 年法第 46 条は、制裁を科す決定が国務院の
全面審判訴訟(Recours en pleine juridiction devant le Conseil d’Etat)の対象になると規定している。 
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第二に、権限の対象になる個人情報処理は、幅広い概念である。したがって CNIL の権限も幅広いと評価
できる21。時代変遷に合わせた解釈や改正を経て、幅広い権限範囲を維持したといえるであろう22。 
まず、対象情報を取り上げると、1978 年法は、個人情報といった表現を利用せず、氏名的情報
(informations nominatives)としていた。その定義は同法第 4 条にあり、「いかなる手段によるにせよ、直接
的にまたは間接的に、その対象となる自然人を帰属しえる情報とする。」とされている。ただし、その定義が
情報処理技術の普及とデータベースなどの一般化により、自然人に帰属しうる情報は氏名等を名乗る情報だけ
でなく、多数の情報が該当することになった。それを受けて、判例は、氏名的情報の意義を柔軟に解釈するに
至った。その後、1995 年欧州連合の指令に個人情報(données à caractère personnel)の用語が利用され、そ
れを、2004 年改正法がフランス国内に導入し、フランス国内での解釈に該当する用語の変更もなされた。 
つぎに、対象活動である情報処理を取り上げる。1978 年法が制定されたとき、（自動化された）情報処理
の定義は 5 条は、「氏名的情報に関わる全ての自動化された手段による操作や複数操作の全体、特に収集
(collecte)、記録 (enregistrement)、作成 (élaboration)、修正 (modification)、保存 (conservation)、破棄
(destruction)のような、氏名的情報に関する操作の全体、または、情報ファイル若しくデータベースに関わ
る同質の操作全体、特に氏名的情報の相互接続(interconnexion)若しくは結合(rapprochement)、または閲覧
(consultation)若しくは伝達(transmission)のような操作の全体」と想定していた。その定義は、2004 年改正
により、「どの手段でも、個人情報に関わる操作や操作の全体、特に収集、記録、編集、保存、適応
(adaptation)、若しくは、修正、抽出(extraction)、閲覧、利用(utilisation)、転送、配布(diffusion)、若しく
はその他の提供手段による伝達、結合若しくは相互接続、又はアクセス停止 (verrouillage)、消去
(effacement)若しくは破棄のような、個人情報に関わる操作や複数操作の全体」に変更された。現行法は、そ
の規定が 2 条 3 項へと移動されたが、定義はそのままである。氏名的情報から個人情報の変更は以下で詳細
に説明するように、判例の解釈と国際的に用いられている表現を踏まえた条文化である。そして、「複数の操
作」を前提にすることから、「一つの操作又は複数の操作の全体」に変更されたのは、情報処理業界の進展に
より、操作の複雑さと、その結果を考慮したに過ぎないと思われる。また、列挙されている手段のリストが増
加されたことは、「特に」と表現されていることから、限定列挙ではないことと解される。時代に合わせて、
手段を例示するものにすぎない。現在、同条は、幅広く解釈されている23。例えば、文書処理に際して個人情
報を記入する行為は、情報処理行為に当たると、破棄院が判示した24。2004 年改正により、それぞれの条文
が国際化と技術の進展といった環境の変遷に合わせて変更されたが、個人情報等の概念に対する観点自体は維
持されたものであるといえる。 
 
1.1-3 CNIL が果たす役割 
以上のように、CNIL の権限範囲が解釈と改正により維持されたが、その権限内容の変更を、以下で検討す
る。CNIL の任務は、1978 年法 6 条に規定され、2004 年改正以降は 11 条に規定される。1978 年法の制定
当時、事前規制と事後規制を行ったところ、事前規制の方が重要であるとされていた25。 1978 年当時の構成
を分析すると、CNIL の役目に関する「自動化された処理システムに関する事前コントロール」という第 3 章
において、14 条から 24 条までと、23 条及び 24 条が情報処理のコントロール（現在の事後規制として把握し
得る規定）であった。その事前規制は、届け出（16 条、現行法 23-24 条）と許可・許可のための諮問機関の
意見（15 条・18-19 条、現行法 25 条・26-29 条）の２つに分かれている26。現行法の事後規制の規定は、制
裁権や処罰規定以外の第 6 章に規定されており、44 条から 49 条である。改正により、事前許認可の範囲の
                                                          
21  Nicolas Ochoa, « Pour en finir avec l’idée d’un droit de propriété sur ses données personnelles : ce 
que cache véritablement le principe de libre disposition », op.cit.n°13. 
22 Crim. 8 sept. 2015, n°13-85.587. 
23 このように、検索エンジンが行う行為は個人情報の処理に該当すると判断された。ただし、その処理行為の特殊性に基
づき、保護規定の適用が制限される。 
24 Crim. 8 sept. 2015, n°13-85.587. 
25 A.TÜRK ; Rapport n°218 op. cit. n°14 
26 事前規制の詳細については、佐藤結美「個人情報の刑法的保護の可能性と限界について（３）」、北大法学論集、66
（1）、188、（2015 年）56－57 頁を参考。 
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軽減と同時に事後制裁の増加という傾向がみられる。特に 2004 年改正により、事前許可がより簡易な届け出
制度に変更された。1978 年当時は、事前許可と届け出とのバランスが取られていたが、実務では、CNIL の
財源の 75％が事前許可の運用のために利用され、個人情報の保護以外の必要な活動に十分な財源がない状況
であった27。そうした状況の中で、1995 年 EU データ保護指令を受け、CNIL は、自由に関する重大な侵害
を与えうる情報処理は許可制度で、それ以外の情報処理は届け出制度で管理する方針を示した。現在、原則的
には個人情報処理は届け出制度の対象であり、例外的に、限定列挙されている危険性が高い個人情報処理が許
可制度や禁止の対象とされている。また、届け出制度自体に関しては、侵害の重大性に鑑み、免除などが導入
された28。なお、2004 年改正により基準設定、情報処理責任者に対する相談や証票の設定などの任務追加さ
れたため、CNIL の役割は情報処理の入り口機関ではなく、処理の前段階に関わるものとなったと言える。 
以上、CNIL と情報処理責任者に直接的に関わる役割について取り扱ったが、CNIL には、国民に関わる役
割もある。それは、自己の個人情報について国民が有する権利について説明・広告する役目と、国民と情報処
理責任者との間の手続きを円滑化する役目である。各個人には、自己の情報について、拒否権、閲覧権、修
正・消去請求権などが認められている（38-43 条）。それぞれの権利の行使に、通常、CNIL は権利の行使
（請求）に関わらない29が、情報処理責任者が合理的な理由がないにもかかわらず、それに対応しない場合に、
CNIL に対して苦情を申し立て、それを受けた CNIL が情報処理責任者に国民の請求に対応することを命じ
ることができる。さらに、それにも応じない場合は、制裁権が認められている(45 条)。 
 
 
1.1-4 個人情報の種類について 
氏名的情報であれ、個人情報であれ、全ての自然人に帰属し得る情報は同じレベルの情報としては取り扱わ
れていない。その区別は、個人情報の保護に係る保護法益の違いを反映しているとの想定ができる。 
1978 年法は第 1 条が規定するように、情報処理が国民のために働くべき手段である以上、その利用の濫用
やその目的に反する行為は、包括的に侵害行為になるとしている。保護制度は、事前規制に関する条文から、
プライバシーや諸自由を明らかに侵害しない情報処理について単純化された届け出制度が対象になる（1978
年当時 17 条、現行法 24 条）。その反対解釈から、個人情報に関する法益は、プライバシーと諸自由である。
その諸自由とは、公的自由（libertés publiques）あるいは基本的自由（libertés fondamentales）とも呼ば
れ、国権により剥奪されない30、法律による制限しか許されない基本的人権である（フランス憲法 34 条31）
プライバシー権は多面的かつ複雑な権利である32。また、日本と同様33に、世界中で、個人情報の保護とは情
報通信化社会の影響を受け、消極的な権利から積極的な権利への変遷がみられた34。プライバシー権は、フラ
ンスの個人情報の保護制度の根拠の一つであるが、唯一の根拠ではない。例えば、個人の同意に基づき、処理
が禁止されている個人情報を提供することはプライバシーに反しないが、個人情報の保護制度には反する。と
はいえ、プライバシー権の意義について、現在の解釈は幅広く、自己決定権・自己実現権が含められており、
個人情報に関するものが網羅的に含まれると解し得る。 
                                                          
27 A.TÜRK ; Rapport n°218,op.cit.n°14 
28 Nicolas Ochoa, « Pour en finir avec l’idée d’un droit de propriété sur ses données personnelles : ce 
que cache véritablement le principe de libre disposition », op.cit.n°13. 
29 間接閲覧権（41 条）を除く。 
30 憲法上における権利と自由の性質の相違について、Cf.F.Paul, Les choses qui sont dans le commerce au sens de 
l’article 1228 du code civil, LGDJ 2002, Bibliothèque de droit privé, To,e 377, préface J. Ghestin, n°
112 ; p. 90. 
31 CC. 29 juillet 2004, Décision n°2004-499 DC. JO 7 août 2004, p. 14087, texte n°9. 
32プライバシー概念の多様性は、A.-J. AUGAND, Respect de la vie privée en matière de nouvelles technilogies à 
travers des études de cas, Paris II, sept. 2015, pp.55-62、宮下紘「「忘れられる権利」をめぐる考察」比較法雑
誌第 47 券第 4 号（2014 年）29-66（31，47，59）頁、宮下紘「プライバシーをめぐるアメリカとヨーロッパの衝突（１）
-自由と尊厳の対立」比較法文化 18 号（2010 年）131 頁。 
33 芦部信喜『憲法第 6 版』岩波書店（2015 年）122－124 頁。 
34 その変遷がもたらす意味は、第 2 で詳述する。 
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個人情報に対する侵害の程度や侵害の蓋然性は、情報に対する処理行為の在り方と処理を行う情報処理責任
者により異なることは言うまでもない。それに応じた規制手段として事前事後の区別があるが、いずれの規制
かにより法益の本質が明確になるとはいえない。それに対して、刑法典では、人格の自由に関する侵害として
扱われている。人格の自由はプライバシー・諸自由よりもイメージしやすい概念であるが、明確な概念である
とは言い難い。当面の理解としては、プライバシー権と諸自由は人格の自由の前提であり、いずれが侵された
場合、その結果として人格の自由が侵害されることになる、ということであろう。以上の理解からは、一般的
な個人情報に関する保護法益について、それがプライバシー・諸自由か、人格の自由か、その両方かは、確定
することができない。また、それぞれの法益の内容が曖昧であるとの批判も想定される。もっとも、保護の対
象になる個人情報概念の曖昧さに鑑みると、個人情報の保護枠組み自体を厳格に定めることも難しいと思われ
る。したがって、保護枠組みの柔軟性が要求されている以上、理論的な保護法益に対する評価はともかくとし
て、効率的な観点から幅広い保護範囲を優先すべきであると考えられる。確かに、罪刑法定主義の観点から、
曖昧さが許されないという主張もあり得る。しかしそれに対しては、後述するように、個人情報保護のために
投入される刑罰の機能ないし役割は、ほとんど行政制裁的であるため、（一般的な）刑法よりも解釈の余地が
あると解し得る。 
他方、個人情報に対する侵害に加え、差別などが生じる特殊な個人情報がある。換言すれば、プライバシ
ー・人格の自由に対する侵害とは個別・独立した不利益的取り扱いを防ぐために、特に保護を要する個人情報
がある。そのような特定の個人情報は、センシティブ情報（données sensibles）と称されている35。1978 年
法は、31 条において「本人の明示的な同意なしに、人種的出自、政治的・哲学的・宗教的意見、労働組合へ
の所属に関する氏名的な情報を情報処理された保存システムに記入又は保存することを禁ずる。ただし、教会
および宗教的・哲学的・政治的・労働組合の機関はそのメンバーの自動化された帳簿をつけることができる。
公的な自由に基づいて、情報処理・諸自由全国委員会の請求又は参与による国務院の命令により、以上の禁止
の例外が許される。」と規定した。2004 年改正により、当該規定は 8 条に移動され、いくつかの変更が行わ
れた。まず、センシティブ情報に該当する情報の列挙には、民族的出自、健康若しくは性的生活に関する個人
情報が加えられた。つぎに、本人の明示的な同意の欠陥は、その情報の処理行為の禁止要件ではなくなり、他
の要件を満たせば、処理の禁止阻却事由の一つになった。例えば、目的からして必要ではない又は法律に定め
られる場合には、明示的な同意があっても、その情報を取り扱えない。逆に、明示的な同意がなくても、ある
目的を達成するために必要とされている場合には、その情報の収集や処理が許されている。すなわち、センシ
ティブな情報は、自分の情報に対する所有権のような取り扱いから、社会のニーズとパターナーリズム的な観
点から処理されるべき客体になったといえる。改正前の 31 条第 2 項にも、明示的な同意がないセンシティブ
情報の処理が許される場合があったが、その要件であった公益の内容が不明確であった。そこに、現行法の第
8 条は例外的な場合を列挙したので、例外が認められる場合は、より明確になった。例えば、裁判上の権利の
証明・行使・防御（同条 2 項 5 号）、予防医学等や健康サービスの管理（6 号）、国立統計経済研究所
（Institut national de la statistique et des études économiques :INSEE）または省の統計部局が実施する
統計処理(7 号)、医療分野の研究(8 号)、各々の目的を達成するために必要な情報が挙げられている。なお、
同意を明示的にはできないケースも、同条は規定している。情報処理が人の生命の保護のために必要であるが、
関係者（本人や遺族等）が法的無能力又は物理的な不可能によって同意を与えることができない場合（同条 2
項 2 号）、関係者によって公表されている個人情報に対する処理が行われる場合(同条 2 項 4 号)には、当該情
報主体の明示的な同意は求められていない。この 3 つの変更により、情報の主体である個人自体よりも、社
会における個人の身分が優先されたと評価できる。言い換えれば、社会全体に必要か、あるいは社会の秩序
（主に平等主義）を乱さないために必要かという観点からセンシティブ情報が処理禁止の対象外情報に該当す
るか否かが判断されることになっており、該当しない場合における明示的な同意は二次的な正当化事由に類す
る要件に引き下げていると解し得る。 
                                                          
35 日本には、平成 27 年改正により、要配慮個人情報（個人情報保護法 2 条 3 項）という概念が導入された。ただし、配慮
分野はフランスより限られている。宇賀克也『個人情報保護法の逐条解説（第 5 版）』有斐閣（2016 年）44-48 頁、大江
裕幸「個人情報の利用と保護のバランス」法学教室 432 号（2016 年）28 頁参考。 
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以下では、個人情報の種類に応じて、その情報処理の適用要件などを検討し、その後に、当該適用要件が満
たされていない場合に科される制裁を踏まえ、対象となる情報及び情報主体に係る法益や個人情報自体につい
て採用されている観点を検討する。 
 
1.2 制裁の構成から成り立つ保護 
 事前的なコントロールを行う制度を設けることそれだけでは、十分には、情報保護を通じて守られるべき法
益を保護することは不可能なので、情報処理の運用をコントロールしつつ、違反に対しては厳格に対応すべき
である。個人情報を扱う 1978 年法は特別行政規則であるため、行政制裁と刑事制裁に分けられる。1978 年法
の導入の際に、事前コントロールを中心にし、事後コントロールの処罰規定は、三つの規定しか定められてお
らず、行政的制裁が存在しなかった。そのため、1978 年法の構成や CNIL の役目の新方向とそれを達成するた
め要される権限に鑑み、年に CNIL に行政的制裁権が追加された。以下では、それぞれの変更の根拠やそれに
対する指摘を加えつつ、詳細に紹介する。 
 
1.2-1 1978 年法における処罰規定 
1978 年法制定時には、その法律自体に四つの刑罰規定しか規定されていなかった（41 条～44 条）36。41
条は、事前的手続を経ないで氏名的情報の自動化されたシステムで処理をした又はさせた行為を処罰する。
42 条は、情報処理責任者の義務に反する行為を処罰する。43 条は、名誉・身分・私的生活のプライバシーを
侵害するおそれのある情報を、本人の同意なしに情報処理責任者でない人に漏らした行為と過失により同様の
情報を漏えいし、又は漏えいし得える状態を作った行為を処罰する。44 条は、本法が定める適用要件におけ
る氏名的情報処理の目的以外の目的で情報処理をした行為を処罰の対象とする。43 条以外の処罰規定は故意
犯罪であり、法律的義務に直接的に反する行為を対象とする。43 条は、個人に対する侵害がより確実である
ため、過失犯・抽象的危険犯37が可罰対象になる。この保護要請が強いと思われる情報は、名誉・身分・私的
生活のプライバシーを侵害するおそれのある情報である。法定刑をみると、43 条の過失犯は罰金のみで、抽
象的危険犯は懲役 6 ヶ月および・または 2000 フラン以上 20000 フラン以下の罰金に処されている。これは、
最も軽い法定刑である。それに対して、42 条と 44 条は懲役 5 年以下・罰金 20000 フラン以上 200000 フラ
ン最も重い刑を規定している。こうしたことから、氏名的情報を保護する事前的保護制度が中心であり、事後
的保護制度が次で、個別的かつ抽象的な危険を招く行為に対する保護制度が最後になるという順番が示されて
いる。 
1992 年 7 月 22 日の 92－684 号法律38により、新刑法典が制定され、その際、処罰規定が大幅に構成し直
された。1978 年法に規定されていた氏名的情報に関する刑事規定は、刑法典の第 2 編第 2 部における人格侵
                                                          
36 41 条： 「15 条の許可手続きを経ないで又は 16 条の届け出しないで、氏名的情報の自動化された処理をした若しくはさ
せた者は、懲役 6 ヶ月以上 3 年以下および 2000 フラン以上 200000 フラン以下の罰金、あるいはその一方のみに処する。
なお、裁判所は有罪判決を受けた人の負担で判決の全部または一部を一つ若しくは複数の新聞における記載または定める
条件の下に開示することを命じることができる。」 
42 条：「25 条、26 条又は 28 条から 31 条までの規定に反し、氏名的情報を記録した、若しくはさせた又は保存した若しく
はさせた者を懲役 1 年以 5 年以下および 20000 フラン以上 2000000 フラン以下の罰金と処する、あるいはその一つを処す
る。なお、裁判所は有罪判決を受けた人の負担で判決の全部または一部を一つ若しくは複数の新聞における記載または定
める条件の下に開示することを命じることができる。」 
43 条：「登録、分類、転送またはその他の処理の際に、漏洩すれば本人の名誉、敬意や私生活の内奥を侵害するような氏
名的情報を本人の同意なしに情報を受ける本法やその他の法令により資格のない第三者に知らせる行為をした者は懲役 2
～6 ヶ月および 2000 フラン以上 20000 フラン以下の罰金、あるいはその一方のみと処する。 
軽率または怠慢によって、前項と同様な性質を持つ情報を漏えいしたまたは漏洩させた者は、2000 フラン以上 200000 フラ
ン以下の罰金と処する。」 
44 条：「登録、分類、転送または他の処理の際に氏名的情報を管理し、15 条が参照する政令に定められる目的から逸らし
た者は、懲役 5 年以下および 20000 フラン～2000000 フランの罰金と処する。」 
37 正確には、形式型抽象的危険犯（infraction formelle）である。予防型抽象的危険犯（infraction obstacle）と違っ
て、独立した犯罪として規定され、侵害が生じる場合に、併合罪の対象になり、量刑が比較的に重くなる抽象的危険犯の
形態である。 
38 LOI n°92-684 du 22 juillet 1992 portant réforme des dispositions du code pénal relatives à la 
répression des crimes et délits contre les personnes (1) ; JORF n°169 du 23 juillet 1992 page 9875  
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害に関するである第 5 章に移転され、41 条は引用規定に変質された。それと同時に法定刑の上限が引き上げ
られた。92－684 号法律の規定は、「刑法典の生命・身体等に対する犯罪規定はその法律に付随されている
参考書のように定められている」とされている。それに対して、1978 年法の 42 条及び 43 条は、それぞれ許
可なく全国目録を利用する行為を懲役 5 年以下または 2000000 フランの罰金で、また、CNIL の活動を妨害
する行為を懲役 1 年以下または 100000 フランの罰金で処罰することにした。すなわち、人格に対する現実的
危険に直結する行為は刑法典に、それに間接的に繋がる保護制度に反する行為は、1978 法のように処罰規定
に区別したと考える。その後、1994 年 7 月 1 日の 95－548 号法律、1995 年 2 月 4 日の 95－116 号法律、
2000 年 4 月 12 日の刑法改正が行われつつも、大きな改正はなかった。 
2004 年 8 月 6 日の 2004－801 号法律39は、95 年 EU データ指令を国内法に輸入する法律でありつつ、同
時に、個人情報の概念に対する考え方の変遷などを条文化した。特に、CNIL の事後審査権限に制裁権を加え、
45 条～47 条に定めた。まず、45 条は「CNIL は義務を履行しない情報処理責任者に対して、対審手続き
（procédure contradictoire）を経て、警告（avertissement）を発することができる。この警告が制裁とし
ての性質を有する。」としている。同条は「CNIL は決定された期限内に違反を止めるよう催告することもで
きる。緊急時には（en cas d’urgence）、その期間を 5 日間に短縮することができる」。そして、個人情報処
理責任者が、催告に従わなかった場合、CNIL は対審手続きを経て、つぎのような制裁を課すことができる。
①国家による情報処理の場合を除き、金銭的制裁（sanction pécuniaire）を科すことができる。その詳細は、
47 条において、以下の様に規定されている。制裁の金額は、違反の重大性と、違反によって得られた利益を
比較考量して決定される。初回の違反であれば、150000 ユーロ、5 年以内に違反が繰り返された場合は
300000 ユーロが制裁金の上限である。一方、企業が対象となる場合は、300000 ユーロを上限として、総倍
上額の最大５％までとされている。刑事裁判が同一事実又は付帯事実について判断するのに先立って、CNIL
が金銭的制裁を確定させた場合、CNIL による制裁金額は、刑事裁判の確定から控除することができる。②
22 条の届け出の対象となる処理の場合は、処理中止命令（injonction de cesser le traitement）を、25 条に
よる許可決定の場合には、その撤回を命じることができる。③情報処理の実行または処理された情報の利用が、
本法 1 条に規定される権利と自由の侵害をもたらす場合、CNIL に対審手続きを経て、国務院の命令（décret 
en Conseil d’Etat）によって提起される緊急の手続きを開始することができる。その手続目的は、⑴最大 3
ヶ月までの処理実施の中断の決定（interruption de la mise en oeuvre du traitement）、⑵最大 3 ヶ月まで
の一定の個人情報に対する侵害が重大で差し迫っている場合、急速審理（référé）によって、必要に応じた罰
金強制（astreinte）を用いて権利と自由の保護に必要な措置を採ることができる。このように、45 条は 3 段
階に区分されている。改めてそれを確認すると第 1 項では、本法が設立した制度に対する違反に対して、確
定的な制裁や処理中止命令を科している。第 2 項・第 3 項は、同法第 1 条の人格、人権、プライバシーと公
益・個人的な諸自由に対する侵害に対し、侵害を中断するための救済規定である。そこでは、個人情報の侵害
から救済する停止命令・措置採用など制裁を加えるとともに、制裁まで対審手続あるいは 3 ヶ月以下短期間
の制裁などにより、営業の負担を軽くする面も示している。それは、以上の侵害が確定されると、犯罪になり、
刑法の対象になるからである。すなわち、行政的制度として、個人情報の処理を保護する部分と個人情報を経
由する侵害から人を保護する部分を分けて考え、92―684 号法と同様の傾向が示されている。2004 年改正に
より前者の強化がみられると同時に、個人情報の保護のための国際化を行う。それは、48 条と 49 条である。
48 条は、情報処理責任者が他国で設定される場合でも、CNIL の捜査権と制裁権を国土に行うことができる
とする。49 条は CNIL と欧州連合の国にある同様の機関との間の協力義務を設ける規定である。つまり、
2004 年改正は捜査の実施と制裁賦課の管轄や国際的な情報提供・情報交換などの点において、1978 年法の
国際化を行った法律であるといえる。 
                                                          
39 Loi n°2004-801 du 6 août 2004 relative à la protection des personnes physiques à l'égard des 
traitements de données à caractère personnel et modifiant la loi n° 78-17 du 6 janvier 1978 relative à 
l'informatique, aux fichiers et aux libertés (1), JORF n°182 du 7 août 2004, p. 14063 texte n°2.  
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その後、2009 年と 2011 年40に改正が行われたが、個人情報の定義、あるいは個人情報に関する保護法益に
は、直接に関連してはいないため、省略する。 
 
1.2-2 刑法典における処罰規定 
 上述のように、個人情報に関する処罰規定は二種類に分けることができる。一方で、個人情報を対象にする
法益と、他方、個人情報を保護する制度の制裁機能を中心にする法益とを区別することができる。後者は行政
的刑法の規定であり、行政的規定の拘束力を強化するための規定であり、特別刑法の分類に属している。これ
に対して、前者は、特定の保護法益の侵害を抑止するため、刑法に直接的に属する規定である。刑法典の構成
をみると、226-16～226-24 条の規定は社会的人格の自由に対する犯罪規定である。226-16 条、226-16-1-A
条と 226-22 条以外はすべて故意犯を対象とした規定であるが、未遂犯は処罰対象となっていない。それは、
それぞれの犯罪の対象は情報処理責任者の情報の利用であり、その保護法益である人格の自由やプライバシー
に対し、抽象的な危険しか持ちえない行為であるため、その未遂にとどまる場合は保護法益に対する現実的な
危険を持つ行為であるとは認められないからである。また、そういった行為は CNIL の制裁権の管轄に属し
ており、未遂から生じ得る侵害に対応するため十分であると思われ、刑法で未遂処罰規定を置く必要がないと
考えられる。なお、226-22 条 2 項に該当する行為、かつ過失の場合以外は、全ての犯罪は懲役 5 年以下およ
び罰金 300000 ユーロ以下、または 226-31 条の付加刑とされている。 
 刑法典における個人情報保護に関する処罰規定は、情報処理に関する規定と情報の利用に関する規定に区別
できる。前者は 226-16 条から 226-19 条に規定され、後者は 226-20 条から 226-22 条に規定されている。
226-22-１条は国際的な転送の場合を扱う。226-22-2 条は 1978 年法の規定に反する行為の対象となった個人
情報の破棄を命じることができるという救済規定である。226-24 条は法人に対する刑罰に関する規定である。 
前者の規定は、CNIL との関係に直接的に関連する行為と情報処理の方法に関連する行為に分けられる。 
刑法 226-16 条は、1978 年法の定める事前手続に違反して個人情報を処理したり、処理を行わせたりする
行為において、故意だけではなく怠慢（négligence）による場合も処罰対象としている。事前手続を中心に
する条文は、解釈の際に問題点を生じさせる。例えば、手続が終わってない時点で、個人情報の処理を開始す
る行為や許可が却下された場合に開始する行為、あるいは偽造の申請などを行う行為は、事前手続に該当する
か否かの問題となる41。確かに、文理解釈では解決が困難に見えるが、論理解釈によれば、そうした問題はな
いと思われる。事前手続が終了していない時点で開始することは、情報処理の自由を尊重する趣旨を持つ
1978 年法の観点から、処罰の合理性を欠いていると考えられる。その後、許可が却下された場合は、または
偽造な申請により許可を取得した場合は、CNIL が処理の中断命令を科し、それに反する場合に同条 2 項によ
り処罰されるので、1 項の行為に含まれる必要はないといえよう。226-16-1-A 条はその事前手続の対象外で
簡易化基準（normes simplifiées）または免除基準（normes d’exonération）の対象になる場合、その基準
に違反をする、故意または怠慢による行為を処罰する。226-16-1 条は、1978 年法の条件下で認められた処理
が行われた場合を個人識別全国名簿（répertoire national d’identification des personnes physiques ）にお
ける個人登録番号（numéro d’inscription des personnes）を含んだ情報を処理し、処理させる行為を処罰し
ている。 
226-17 条以降の規定は、情報処理に関する活動の手段と範囲を対象とする。226-17 条は、安全措置を採る
ことなく個人情報を処理したり処理させたりする行為、226-18 条は、詐欺的（de manière frauduleuse）、
あるいは不誠実（de manière déloyale）、不正な（de manière illicite）手段で個人情報を収集する行為を
処罰対象としている。 
226-18-1 条と 226-19 条は本人の拒否と明示的な同意の欠如に関する規定である。その違いは、上述した
個人情報の種類による区別に基づかれている。つまり、226-18-1 条の対象となる情報は、市場調査、特に販
売目的のための個人情報であり、226-19 条のセンシティブ情報である。加えて、226-18-1 条は経済的短期的
な情報の処理の行為、226-19 条は情報処理化されたメモリー（mémoire informatisée）に入力または保存す
                                                          
40 Loi n°2011-334 du 29 mars 2011, JORF 0075, 30 mars 2011, page 5504, texte n°2. 
41 P. Conte, Droit pénal spécial, Lexis Nexis, 4è éd., 2013, p 190.  
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る行為を処罰対象としている。すなわち、個人情報の種類かつ処理行為の種類の観点から、後者の方は侵害性
が高いといえるため、明示的な同意を要する積極的な保護が必要になる。226-23 条は、226-19 条の規定が個
人活動ではない活動において利用される個人情報を処罰対象とし、226-19 条の適用範囲の拡張について、そ
の侵害の重大性に基づかれる規定である。前者は、侵害性を認めながら、本人の同意を要件とするまでではな
く、消極的に、正当な理由がある場合に拒否権を与えるに過ぎない条文であると評価できる。正当な理由とし
て、226-19 条は研究の目的を挙げている。226-19-1 条は、「健康分野における研究の目的で、⑴情報収集も
しくは情報の対象となった個人にアクセス権、修正権、拒否権、伝達される情報の性質およびその名宛人につ
いて告知せず情報処理をする行為と、⑵関係者が拒否している場合、又は法律の定める説明された上での明示
的な同意がない場合、あるいは本人が死亡していてその遺族が明記的に拒否している場合に情報処理をする行
為を処罰する」と定める。そこでは、説明がある場合は明示的な同意を要求するが、説明がなされていない行
為自体が処罰されないことに注意すべきである。 
 つぎに、226-20 条以下は、個人情報の利用に関する規定である。まず、「法令によって、許可または意見
の申請（demande d’autorisation ou d’avis）によって定められた機関を越えて個人情報を保存する行為を処
罰する。しかし、法律上の要件に従って、歴史的・統計的・科学的目的のために情報の保存が行われた場合を
除く。法律によって定められた場合を除いて、所定の機関を越えて歴史的・統計的・科学的目的によって情報
を処理する行為も処罰する。」とし、個人情報の処理責任者以外に、客観的にみて、社会的に有益な処理以外
はその利用が可罰対象になる。同様に、第三者に本人への敬意（considération）や私生活の内奥（intimité 
de la vie privée）を侵害するような情報を漏えいする行為は 226-22 条により処罰される。同条 2 項は、前項
の行為は、軽率（imprudence）または怠慢によって行われた場合は、懲役 3 年以下と罰金 100000 ユーロ以
下としている。また、処理責任者に該当する場合にも、情報の自動処理を許可する法律の規定や CNIL の活
動・決定、あるいは、情報処理のための事前届出に定められた目的を逸脱する行為は 226-21 条により処罰さ
れる。 
 以上の刑法典における個人情報に関する規定からは、人格の自由に対する犯罪という、保護法益を象徴して
いる本章の名称は、抽象的で不明確であると思われる。それは、本章所定の犯罪は、個人情報の安全性を経由
する人格の自由を直接的に保障しているのではなく、各規定が個人情報を保障する制度を保護するにすぎない
からである。そこでの疑問は、人格の自由の側面である情報の自己管理権を経由せず、より社会秩序の観点に
立つ第三者機関が定めた手続や義務などに違反する行為を経由して人格の自由を保障しようとする、これらの
犯罪が前提とする発想である。同様に、人格の自由の保護が中心であるならば、本人の同意を尊重すべきであ
る。しかし、本条では、本人の同意はその適用例外の要件にすぎず、消極的な犯罪の構成要素（élément 
matériel de l’infraction）にすぎない。すなわち、人格の自由の保護が中心であるならば、本人の同意の役割
を説明できなくなる。 
個人情報の性質により保護法益自体が異なることが、仮説として挙げられる。個人情報の一部、いわゆるセ
ンシティブ情報は人格の自由に直結しているといえる。個人の人格の自由を保護法益とすることで、本人の同
意が重要に取り扱われることは、当然になる。それに対して、他の個人情報は、個人のプライバシーなどを直
接的に保護することより、人権の中のプライバシーなどの社会権を経由し、社会全体の利便性を保護すると考
える。それに属する規定は、同意を軽視することや個人の侵害を考慮することなく、CNIL の規則に対する違
反を処罰することが正当化されることが説明できる。また、社会に有益な活動は例外的に同意を不要としてい
る。 
他の仮説として挙げられることは、個人的な保護法益でありながら、各規定はパターナーリズムに由来して
いることである。その観点から、確かに同意の役割の制限が説明され、第三者の信頼できる機関を中心にする
方向を説明され得る。ただし、パターナーリズム主義とは、個人に有益な制限しか加えないことであるのに対
して、本章の規定の場合には、そうであるとはいえない。例えば、統計、研究、歴史の目的で個人情報を取り
扱うときに、同意が必要とされないことが有益とはいいがたい。つまり、公益を私益に優先させる規定であり、
パターナーリズムでは説明されていない。 
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こうしたことから、前者の仮説の方が妥当に思える。確かに、章の名称との間にずれがあることは、認めざ
るを得ない。しかしながら、一次的な保護法益を人格の自由とし、二次的な保護法益をプライバシーとすると
想定すれば、章の名称と同意の役割などが説明できる。つまり、人格の自由に対する侵害が処罰根拠として不
十分と思われる場合には、プライバシーなどのより幅広い概念を利用し、個人情報を効率的に保護することを
可能にしている。刑法典の構成の観点からは、やや納得しづらいが、処罰根拠の明確性の観点からは、妥当な
解決であろう。 
 
1.2-3 刑法関係の問題 
 刑罰規定以外から、刑罰論などから、保護枠組みに関し、検討することとする。 
実務的には、CNIL の制裁権が導入された後、CNIL 制裁の段階で終了する事件が多いため、刑事裁判に至
る例は少ない。個人情報の処理の問題解決の速度、訴訟費用などの効率性から考えると、妥当であると思われ
る。ただし、その反面、刑事判例数が少なく、解釈などの透明性が乏しいと思われる42。個人情報の証拠能力
が論点として取り扱われている場合などで、証拠収集の適法性43などが CNIL 以外の裁判対象になる裁判はあ
る44が、刑事裁判ではないため、保護法益を明確に定義付けることには影響を与えていない。 
人権宣言第 8 条は一般的に罪刑法定主義の規定と言われており、「法律は厳格かつ明確に必要な刑罰でな
ければ定めてはならない。」と規定している。特に「厳格かつ明確に必要な刑罰」の文言から二重処罰の禁止
という原則が派生した。二重処罰の禁止とは、同一の行為に対して、複数の処罰をすることを禁止している。
行政的制裁に関して、憲法院は 1989 年に45その原則の適用例外を明確にした。同決定においては、二つの訴
訟により二重処罰の状態に至る場合、総合的な罰金額は一方の罰金の上限を超えないとした。なお、憲法院は
「独立した行政機関にその機関の目的の範囲で必要な限り制裁権を与える法律は二重処罰の禁止に反しないが、
その場合、憲法に保障されている権利や諸自由に侵害を与えないために措置を取らなければならない。特に、
金銭的行政的制裁は刑罰に重なることができない。」と決定46した。この二つの決定を整理すると、独立した
行政機関の場合は、例外の例外として二重処罰の原則が適用されている。ただし、訴訟ではなく立法の際に適
用されている。具体的には、1978 年法の 47 条後半に「刑事裁判が同一事実又は附帯事実について判断する
のに先立って CNIL が金銭的制裁を確定させた場合、CNIL による制裁金額は、刑事裁判の確定から控除さ
れ得る」と規定されている。つまり、その控除は行政的制裁と刑事制裁が重ならないための措置として考える。
もっとも、その条文に定められている控除の任意性は直接的に説明できない。そのような場合には、判例を参
考し、同一の行為により複数の法令47に反し、複数の法益48に侵害を与えた場合は二重処罰の原則が適用され
ない。このように、同一の行為は 1978 年の目的（CNIL の制裁権の根拠）と犯罪の保護法益（刑罰の根拠）
が異なると認められているときに、二重処罰の適用例外に該当すると思われる（総合額は一つの上限を超えら
れない）。つまり、その規定の解釈から、CNIL の制裁目的と刑法の犯罪は程度だけではなく、保護法益自体
が異なることもあり得るとわかる。とはいえ、刑法典の条文において、人格の自由に該当するが、幅広く解さ
れているプライバシーと諸自由とが重複しない事例は想定しにくく、保護制度の根拠と保護法益との区別など
が曖昧なままに残っているといえる。 
 
2．現在の立法傾向からわかる変遷 
                                                          
42 CNIL, “Vie privée à l'horizon 2020. Cahiers IP”, Innovation & Prospective, vol. 1, no. 1, 2012, pp. 1–
60. 
43 B. Beigner, « Principe de proportionnalité entre droit à la preuve et droit au respect de la vie privée 
», D.2017, n°9, p.490-495. 
44 Civ. 1ère ., 22 sept. 2016 ; n°15-24.015 ; D.2016.1928 ;RTD civ. 2016.821, obs. J.Hauser ;JCP 2016.1136, 
p. 1962, note G.Lardeux. 
45 CC. 28 juillet 1989 ; JO 1er août 1989, p. 9676.  
46 CC. 23 juillet 1996, n°96-378 DC : JO 27 juillet p. 11400 ; RSC 1997.442, obs. Seuvic.  
47 CC. 18 mars 2015, n°2014-4503/454QPC, n°2015-462QPC.  
48 CE 16 décembre 2005 ; req. n°276190 : JCP 2006. IV. 1127 
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以上の改正が施行された後、情報通信量が増加したとともに、情報の性質や情報に対する国民の意見や評価
が変化したと考えられる。特に、かつて国民が直接的に把握できなかった情報は、現在日常生活において必要
不可欠なものとして評価されている。例えば、スマートフォンと個人パソコンの普及49に伴い、それらを利用
するための電波や Wi－Fi につながる必要性が感じられ、日常生活又は観光などの際に、接続できる場所へ向
かう者が多い。スマホのアプリ利用においては、GPS による現在地情報や多数の情報（個人情報を含む）を求
めること等が一般的に認容されるようになった。また、ブログや SNS では、自己の行動等を単に提供し、そ
れと同時にこれを通した社会的生活（ニュース視聴、求職活動、行政的手続行為、政治的見解の公表など）を
行うことも一般化したと認識されるようになった。すなわち、個人情報を第三者に一方的に教える行為との理
解から相互接続における生活上の利便性を図るとの理解に至ったといえ、個人情報の他者利用を消極的に引き
受けたことが想定されるようになりつつあると思われる。しかしながら、個人情報が他人に利用されることが
認容される要件としては、やむを得ない場合を除いて保護基準を全体的に達成されていることである。つまり、
国民の行動が変化しているとともに、立法者と政府が保護基準を定め、保護措置を行うことが期待されている
と考えられる。その情報利用の認容と保護措置の要求を受けて、フランスと欧州連合は、立法過程に入った。 
 
2.1 フランスの新法 
 上記のように、国民が他者による個人情報の自己に対する有益的利用を認容したことから、1978 年法設定
のきかっけになった SAFARI 事件は侵害行為という評価がされなくなった。それと逆に、オンラインによる行
政的手続が可能になり、それ以外の手続のためには行政的団体の情報相互接続が求められたりする状況になっ
たといえる。フランスでは、行政的サービスのオンライン提供が普及し、インターネット上にアクセスを提供
したことで、2014 年に世界第 4 位50、ヨーロッパ第 1 位となった51。その地位などを維持するため、法律上に
1978 年法等の適用範囲や制限対象を現在化することが必要であると考えられた。 
2.1-1 デジタル共和国のための法律の経緯と趣旨 
 こうした背景から制定されたのが、デジタル共和国のための法律(Loi pour une république numérique)で
ある。同法の特徴は、ある分野におけるデジタル化に関する規定を個別的に追加することではなく、手段であ
るデジタル技術をあらゆる分野52に一つの法律にまとめたことである53。そこでは、デジタル技術ないし情報
が現代社会に及ぼす影響の幅広さが考慮されていると思われる。確かに、一つの法律にまとめることは、それ
ぞれの法典を改正し、わかりづらい側面があるが、あらゆる分野において、統一的な趣旨を維持するためには
必要であると考えられる。そして、各デジタル手段の利用者の権利と将来の利用に関する法律であるとともに、
政界にデジタル化された民主主義を導入したことを強調するため、フランスでは、初めて法案作成におけるオ
ンライン国民参加を活用した。このように、政府は、デジタルを社会の新たなつながり手段と経済的成長の手
段と評価し、デジタル国務院（Conseil national du numérique）によるインターネット利用者に対する直接
的な調査を経由した、インターネット利用者の協力による法案を作成した（co-écriture du texte avec les 
internautes）と主張した。まず、デジタル国務院がインターネットを経由して、国民に対し、法案作成参加
が可能であると幅広く通知した54。つぎに、インターネット上で、その参加希望者は、無制限にコメント・意
見を述べ、条文の追加や排除を主張し、その内容を法案に追加することができた55。意見の募集期間は 9 月 26
日から 10 月 18 日の 3 週間であった。その結果、約 2 万 1000 人が参加し、8492 件の意見が寄せられた。それ
を受けた上で、政府はデジタルに対する 2015 年 6 月 15 日に発表された方針を決定し、その共同作成の主張
                                                          
49 INSEE, Tableaux de l’économie française, édition 2015, pp.74-77 に参考. 
50 https://publicadministration.un.org/egovkb/Portals/egovkb/Documents/un/2014-Survey/Chapter1.pdf 2017 年 5
月 26 日最終閲覧。 
51 Ibid. 
52 その点に関して、自動化された個人情報の処理のみではなく、あらゆる個人情報処理を対象として 1978 年法と同様と指
摘できる。 
53https://www.senat.fr/espace_presse/actualites/201603/projet_de_loi_pour_une_republique_numerique.html#c62
3098 2017 年 5 月 29 日最終閲覧。 
54 ウェブサイトを経由し、参加制度の説明をビデオで紹介してとともに、SNS を経由して通報した。 
55 https://www.republique-numerique.fr/ 2017 年 5 月 26 日最終閲覧。 
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により、「イノベーションの自由、権利の平等、全員アクセス可能なデジタル友愛、そしてモダンにする国家
の模範生」（Liberté d’innover, Egalité des droits, Fraternité d’un numérique accesible à tous 
et Examplarité d’un Etat qui se modernise）という、スローガンを持つデジタル共和国を達成する最初
の一歩を踏みだしたといえる。また、2015 年 9 月～10 月の間に、法案がオンラインに提供され、インターネ
ット利用者はコメントや変更を加えることができた。同年 12 月 9 日に経済・業界・デジタル大臣エマヌエー
ル・マクロン（Emmanuel Macron, Ministre de l’Economie, de l’Industrie et du Numérique）とデジ
タルを担当する副大臣アクセール・ルメール（Axelle Lemaire, secrétaire d’Etat chargé du numérique）
が閣議に法案を紹介し、国務議院に提出した。2016 年 1 月 26 日に可決され、同年 3 月に、元老院で法案と法
案に関する報告書等が検討された。5 月 3 日に、元老院は法案を「デジタル社会のための法案」と名づけ、
172 件の変更を加えたことによって、両院協議会（合同同数委員会・Commission mixte paritaire）が構成
され、法案の検討が始まった。同年 6 月 29 日には、共通の法案が作成された。同法案が国務議院に提出され、
同年 7 月 20 日に可決した56後、元老院に転送され、2016 年 9 月 28 日に可決した57。そして 2016-1321 号法律
は 2016 年 10 月 7 日に公布された。 
法案は、48 条で構成されていたが、変更などを経て、法律は 113 条で、4 編に構成される。それぞれの編
は、「情報・知識の通信」（1 条-39 条）、「デジタル社会における権利保護」（40 条-68 条）、「デジタル
へのアクセス」（69 条-109 条）「海外地方」（110 条-113 条）である。この構成における順番がそれぞれの
テーマの重要性を表していることに基づくと、改正前と同様に、通信の自由が権利保護、つまり個人情報の保
護などを優先している。また、デジタルアクセスの保護から、政府・立法者が情報通信などに基づくテクノロ
ジー（特にネットに繋がるオンラインサービス）を日常生活における必要不可欠なものとし、つながる社会に
おける国民のアクセスの平均性（neutralité de l’internet）を保つ措置であると解する。この平均性は、
本法 40 条により、郵便と電話通信法典 L33-1ｑにオープンデータに関する措置を対象とする 2015/2120（EU）
指令や 2015 年 11 月 25 日の欧州連合理事会決定がオープンデータへのアクセスを保つこと」と定義されてい
る。本法においては、情報通信自由の原則自体に変更がなく、その範囲が拡大された。特に、行政団体の間に、
公共的サービス（mission de service public）のため、他の公共団体が収集した情報を収集の目的の範囲外
でも利用することができるようになった（1 条 1 項・2 項）。つまり、かつての各公共団体は個々に情報を収
集してきたのに対し、将来、包括的な目的の下で、公共団体は個人情報の提供や交換を容易にできることにな
り、相互接続とまではいえないが、SAFARI システムに近づく一歩として理解し得る。それに対して、自由原
則の範囲の拡大に伴う権利侵害の危険性が透明性やその情報の処理プロセスの明確性などが強調される。例え
ば、行政行為の判断基準がデジタル化されアルゴリズムになった場合に、その旨を国民に告知する義務が置か
れている（第 4 条）。また、国民の申請により、その処理のルール内容と適用の特徴の説明が求められてい
る。以上の変更を踏まえ、個人情報に対する保護は、情報の性質に伴う保護ではなく、利用目的の合理性・妥
当性の保護になると考えられる。 
 
2.1-2 個人情報の保護 
第 2 章は、プライバシー保護に関する規定であり、主に 1978 年法を改正している58。それは、個人情報の
保護に対する規定と、個人的な電子通信の不可侵性に対する規定である。まず、本法 54 条は、1978 年法 1 条
に「本法が決定する要件の下に、何人も自己に関する個人情報の利用を決定または管理しうる権利を有する。」
との規定が追加された。つまり、個人情報の保護を目的とする法律の趣旨はそれまで情報処理の役割や侵害予
防と主張していたが、本法により個人の積極的な権利を明確にしたといえる。本法の立法過程では、個人情報
                                                          
56 http://www.senat.fr/leg/pjl15-744.html 2017 年 5 月 26 日最終閲覧。 
57https://www.senat.fr/espace_presse/actualites/201603/projet_de_loi_pour_une_republique_numerique.html 日
2017 年 5 月 26 日最終閲覧。 
58 V. Téchéné, « Loi pour une République numérique et protection de la vie privée en ligne », Lexabase 
Hebdo édition affaire, n°484, 20 oct. 2016 ; L. Grynbau, « Loi « pour une République numérique » 
Ouverture des données et nouvelles contraintes, JCP G, oct. 2016, n°43-44, p.1957 et 1958.  
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に関する自己決定権59が参照されている。その趣旨に従って、本法は透明性を保つ措置を強化する60と同時に、
新たな権利を明確に定めた。 
そのうち重要と考えられるのは、いわゆる忘れられる権利61である。63 条が 1978 年法 40 条を改正し、少
年の忘れられる権利を特別に設定している。忘れられる権利とは、グーグルスパインという CJUE 判決62に初
めて認められ、ある条件の下に、本人が検索エンジンから個人情報の排除を求める権利のことである63。この
ように、忘れられる権利と一般的にいわれている権利は、積極的に自己の情報を削除することではなく、検索
から表れないように請求できるというごく限られた権利として認められている。欧州連合の 2016 年規則では、
その権利が一般的に認められるのに対し、本法律では少年を対象としている。このように、将来適用される規
則の施行64の前に、少年という比較的弱い当事者を早く保護するための規定といえる65。この権利の適用は、
少年であった時に収集された情報を対象とし、請求は少年に限らない。手続や情報処理責任者の義務などにつ
いては、欧州連合の規則と同様である66。なお、忘れられる権利は絶対的権利ではなく、その適用の例外が欧
州連合の規則と同様に制定されている。 
さらに、健康情報67に関しては、15 歳以上は単独で権利を有し、医者による両親に対する説明や個人情報の
提供をさせないようにすることができる。つまり、個人情報の保護は情報の性質により異なるが、もっとも重
要な個人情報は 15 歳から積極的に権利行使が認められると解する。 
個人情報の保護制度は、本人の権利として評価されるようになり、個人の権利主張が容易になった68にもか
かわらず、行政規則による保護制度の性質が維持され、その側面も強化された。このように、第三者機関であ
る CNIL は、本法 59 条（1978 年法第 11 条の改正）に基づいて、個人情報の保護に関する立法に対して参照さ
れ、従来の参照判批が拡大した。また、役目の内容にプライバシーを保護するテクノロジーやデジタルテクノ
ロジーに対する倫理問題が取り入られた。具体的には CNIL の地位が維持され、例えば匿名化プロセスの認証
（60 条）や制裁の強化（64 条、65 条）に関する規定も定められた。 
そして、本法は近年生じている問題や生じうる問題を取り扱っている。例えば、死亡後の個人情報の取り扱
い（63 条）や、交際解消後における交際中に同意を得て手に入れた写真・情報等の第三者への提供（67 条）
のような情報通信の普及に伴い、拡大した問題についても詳細に規定している。 
 
2.1-3 消費者権利の強調  
 近年、いくつかの場面において、消費者の保護が特別に規定されている。個人情報の管理責任者の割合が行
政的団体から企業に移ったことに伴い、個人情報を提供する利用者が行うことが、行政的手続きにおける行為
                                                          
59 元々ドイツの判例に由来する（BVG 15 décembre 1983, BVGE 65, 1）。それを受けて国務院２０１４年報告書「デジタ
ルと基本権」は、個人情報の軌跡を残るしかできないデジタルが拡大する社会において、生活を自由に送るための他の基
本権の意味を保つ権利を保障すべきであると主張する。 
60 55 条は国務院の勧告に基づいて、1978 年法 31 条を変更する。従来届け出や許認可の情報管理責任者のリストがあった
にもかかわらず、そのリストが CNIL のサイトに載せられていなかったのに対し、この変更に従ってそのリストが載せら
れるようになるのみではなく、オプーンや再利用可能なフォーマットに載せられるようになる。; 57 条は個人情報の保存
期間に関する説明義務（説明義務の内容の強化）を導入する。 
61 フランスの 2016 年法の正確な名称は「非出典化」される権利である（droit au déréférencement）。 
62 CJUE, 13 mai 2014. aff. C-131/12 (n° Lexabase : A9704MKM). 
63 ただし、その適用範囲や条件の解釈は不明確である。その根拠条文は 95 年データ指令であるため、その解釈は欧州連合
の委ねる必要がある。例えば、国務院の 2017 年 2 月 24 日判断付託問題付けの判断定期決定は忘れられる権利の適用範囲
を明確にするために欧州連合裁判所に解釈を求めた（CE, 24.2.2017,n°391000, pub.Recueil Lebon,  
https://www.legifrance.gouv.fr/affichJuriAdmin.do?oldAction=rechJuriAdmin&idTexte=CETATEXT000034081835&fa
stReqId=2053730970&fastPos=11 2017 年 5 月 26 日最終閲覧）。 
64 2016 年 EU データ規則 99 条により、2018 年 5 月 25 日。 
65 事前でも、少年である弱者の保護の特別な必要性があると認められた。例えば、C.Alvergnat, Rapport « Internet et 
la collecte des données personnelles auprès des mineurs », 12 juin 2001, 38p.に参照。  
66 同規則第 17 条により、情報処理責任者が情報を削除するとともに、その情報を公表した場合、情報を得た他の情報処理
責任者に削除申請の通知をする義務がある。その通知義務は合理的な範囲な限り求められている。一ヶ月の間、削除請求
に対応しないとき、CNIL に転送することができ、その場合、CNIL が 3 週間の間に決定すべきであるとされている。 
67 2004 年改正に導入された規定である。 
68 58 条により、1978 年法に 43bis 条が追加され、それに従って、電子手法で個人が以下の権利を主張できる：説明請求権
（1978 年法 32 条）、否定権（38 条）、閲覧権（39 条）と修正請求権（40 条）。 
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から主に消費行為になった。行政的なサービスよりも企業から受けるサービスは任意性が高いため、個人情報
を提供するときには自己の同意について考える余地が生じ、保護措置を緩めに考えることもあり得る。ただし、
消費者保護の観点から考えると、社会的又は日常生活上、任意性の範囲が狭くなり、保護の必要性があると思
われる。例えば、オンラインで購入する際には、サイトに登録手続を経ないと購入できない場合があり、また、
オンライン上でクレジットカード払いをするためには、スマホのアプリ或いは携帯のメッセージ登録を済ませ
ていなければ、それをできない場合等が考えられる。確かに、それぞれの場合において、購入するする行為自
体利便性を本人が決定することである（行政的手続きとの相違）が、生活の等社会実務からオンラインで購入
するか、クレジットカードで支払うことかが必要な場合は拘束されている状態に近いと評価できる。なお、
元々、opt-in と opt-out に関する議論69が示すように、目の前にあるサービスの提供と現在把握していない
個人情報の利用等を冷静に考えることなく、ほとんどの場合、同意してしまうという精神プロセスの上、個人
情報の提供に関しても、利便性を優先する判断までいたらない場合が多い。さらに、あるサービスに関する契
約を結ぶ際に、サービスの提供側と個人側の間には格差があり、契約自由に関する侵害は契約を結ぶ自由のみ
ではなく契約の内容についても、消費者を保護すべきであると考えられる。この法律は個人情報の性質から保
護されることを維持し、加えて消費者行為に伴う個人情報として保護することが指摘できる70。 
個人情報の性質から、公表するものにおける個人情報の保護を明確にしている。それは、個人情報は匿名化
等の措置で公表されないようにするとともに、透明性71に伴う信頼性を維持するため、国民に対する十分な説
明を行うことが義務づけられている。例えば、本法の 21 条により、私法仕組法典に第 111-13 条が追加され
た。それは、オープンアクセスの対象になる確定された判決72、当事者のプライバシー等に損害を与えない措
置をとり、国民が閲覧可能な状態に置いている。また、その状態に置く前、当事者が再認定73される危険を審
査している。同様に、本法 24 条により、租税機関が提供する情報は所有者等に関する個人情報を排除してい
る。他方、公共団体が公益サービスを改善する目的で、消費を個別的に把握した上で、それを情報として収集
することができるとした。ただし、それを認める要件は、①情報が法律上保護されている秘密を害しないこと
と、②情報の匿名性を保守することが承認されたシステムで、公共的にその情報を閲覧可能なフォーマット
（いかなるパソコン、それに類似する機械でも閲覧可能）とし、国民・消費者がみられる状態に置くことであ
る。なお、事前的に CNIL がその条文の施行規則を定めると規定されている（本法 23 条によるエネルギー法
典改正、L.111-73-1 条の追加）。 
消費者保護の観点からの例としては、第 2 編「デジタル社会における権利の保護」の特に第 1 章第 2 以降
である。第 1 章第 1 とは、権利の保護の前提になる平均的なアクセス（40 条）やアクセスと利用の安全性
（41-47 条）である。同章第 2 とは、情報の持参可能性であり、第 3 とはプラットフォームの誠実と消費者に
対する告知をテーマとしている。第 2 は消費者が企業と直接的に関わるやり取りを対象とし、消費者が自己
に関する個人情報をどのような事情においても回収できる権利74を制定している。また、個人情報以外のもの、
例えばクラウドにあるデジタル内容（本、音楽等）に対しても持参可能性が消費者の観点から必要であると思
                                                          
69 2002 年指令に一般的にオプトイン制度が選択されたが、例外的にオプトアウトがみられる。N.Mallet-Poujol, fasc. 
865 : Commerce éléctronique et protection des données personnelles, Jurisclasseur Commercial, LexisNexis, 
27 février 2015, pp.24-25. 
 宮下紘・前掲 32「「忘れられる権利」をめぐる攻防」比較法雑誌第 47 券第 4 号（2014 年）49-54 頁。 
70 V. Téchené, « Loi pour une République numérique et droit de la consommation », Lexabase Hebdo édition 
affaires, n°483, 13 octobre 2016 ;L.Lucchesi « L’open data et la jurisprudence », in La jurisprudence 
dans le mouvement de l’open data, Actes du colloques à la Cour de cassation, 14 sept. 2016, JCP G, suppl. 
n°9, fév. 2017, p. 18 et 19. 
71 T. Giraud, « Loi pour une République numérique : un cadre légal pour une transition globale », Juris 
associations, 2016, n°547, p. 6.  
72 ただし、ネット上で判決を提供する自由が無限ではなく、濫用が認められる場合に不法行為に該当する。例えば、判決
の一部しか提供しない場合（公共のサイトに誰でも全文を閲覧することができるにもかかわらず）。Paris, pôle 5, ch. 
5, 21 mai 2015, n°2014/01155, Newmat vs. Normalu, doctrine.fr ; T. Com. Lyon, ord. 22 juin 2016, 
Bee2link c/ Datafirst, legalis.net に参照。 
73 匿名化が自然人に限定されるが、次々に強化されている。CE, 10ème -9ème ss-sect. Réunies, 23 mars 2015, 
n°353717, Lexeek c/CNIL, Lebon, AJDA 2015.1398.  
74 消費法典 L.224-42-1 条。その権利の適用要件など、L.224-42-2 に従って 2016/679 欧州連合規則の手続き（同規則 20
条）に基づくこととする。 
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われ、したがって、コミュニケーションサービスを提供する企業に、持参機能の無料提供が義務付けられてい
る75。第 3 は企業が媒介活動というやりとり（契約や個人情報の通信は個人と他人または別の企業との間に行
われる）を対象としている。同章第 3 はプラットフォーム76に対する義務77を示している。特に脱税（51 条）
またその他の法律に対する違反を予防するための情報報告義務である。個人情報が含まれることに伴う、ユー
ザーに対する説明義務（条 49 第 2 項）である。その説明義務は明確、透明と誠実でなければならず、また媒
介サービスの一般的利用に関する事項のみではなく、相手方の地位（業務としてあるいは個人としての活動）
や処理・列挙順番に対して影響を与えうる契約関係の開示も説明義務の対象としている。さらに、本法の 50
条により、消費法典の L.111-7-1 条が導入され、それ条文は、政令で決定されるコネクションの数を超える
プラットフォームの管理者が消費者に対する良好行動（bonnes pratiques）ガイドラインを作成し及び開示
する義務を設けている。同条は、そのような良好行動の適用等が監視されるような措置も設定している。 
消費者の保護の観点から、法案は他の消費者保護関係の分野と同様に、本人のみではなく、列挙されている
団体が個人情報保護に反する行為をした会社・公共団体に対し、共通の民事訴訟を起こし得るとしている。ク
ラスアクションを導入するかは疑問視されているが、フランスには団体自体が被害を受けた場合以外に、複数
の団体参加者が被害を受けた時に、またはある条件の下にその団体の目的（ある客体・権利の保護）反する行
為に対し、特別法によりその団体に訴訟能力が認められている。法案は 33 条 bisA において、1978 年法にそ
の特別な規定（43 条 ter）を追加し、「以下のものは民事裁判所において本法に対する違反を停止させるた
めの共通の個人情報保護訴訟を起こすことができる：①プライバシーや個人情報の保護を目的とする団体、②
個人情報処理が消費者に影響を及ぼす場合に、消費法 L441-1 条に従って承認された消費者の保護を全国に代
表する団体、③情報処理は労働者に影響を及ぼす場合に、労働組合、④この民事訴訟を行う目的で結成された
団体」としている。同条 2 項は、直接的に法律に反する行為を行う者に対して行為の中止申請が行われたこ
とを訴訟条件とし、つまり情報処理者があえて違反することを対象とすることで情報処理の自由を保つことと
指摘できる。しかしながら、この規定の導入が断念され、消費者の保護規定は説明義務等の消極的な権利規定
として定められた。 
 
2.1-4 デジタル国家権の弁務官事務所 （Commissariat à la souveraineté numérique） 
 立法行為はある時に存在する社会の課題に対する措置を取ることを前提にし、施行の段階から遅れている法
律になるといわれている。社会の変遷が早くなければ、解釈や行政的な措置等により生じうる問題に十分に対
応できる。ただし、現在つながる社会においては、デジタル技術が次々に変更されている。立法過程が要求す
る問題把握、分析等を行う期間を考慮すると、デジタル技術・オンライン世界の監視・問題分析の活用により
立法過程と法律の効率的な適用を支援できる機関が必要となる。個人情報の分野において CNIL が置かれてい
るが、個人情報やその他の情報に関して、情報通信社会とデジタル化された社会では特徴的な問題が生じると
考えられる。確かに、デジタル共和国のための法律 29 条により、CNIL の活用の中に、技術変更に対する研究
等の検討が含まれたが、より専門的な機関を設定することで、より的確な対策が見つけられると思われる。そ
こで、本法はデジタル国家権の弁務官事務所78を導入するかとの検討を政府に命じた。同条では「本法の公布
から３ヶ月間に政府は国会に総理大臣任務に付するデジタル国家権の主務局を制定する可能性について検討報
                                                          
75 消費法典 L.224-42-3 条。具体的な制度は、V. Téchené, « Loi pour une République numérique et droit de la 
consommation »,op.cit.n°64.に参照。 
76 プラットフォーム管理者は第 49 条に従って、消費法典 L.117－1 に定義される。プラットフォーム管理者とは、業務と
して、有料化無料を問わず、以下の手段に基づく国民に対するコミュニケーションサービスを提供する自然人また法人で
ある。 
この定義は、技術的で消極的であり、ホスティングするコンテンツとそれに対する影響のないホスティング側と識別する
ための定義である。CE, Rapp. 2014, Le numérique et les droits fondamentaux, Doc. Fr., p.272 に参考。 
１） 第三者に提供され、またはオンラインされる内容、物やサービスのアルゴリズムに従う処理や列挙化。 
２）物々売買、サービス提供、又は内容、物若しくははサービスの交換のために当事者の相互紹介。 
77 その義務の範囲に関する詳細は、E. Poillot, « Plateformes en ligne, portée de l’obligation de loyauté », 
Recueil Dalloz, 2016, p. 2056.に参照。 
78 そこで、デジタル国家権とは、国境が不明になるオンライン政界にも、フランス人の人権や諸自由を保障する目的で、
フランスの国家権・法律の適用の確認・強調する意味という。 
195
 
 
告書を提出する。その事務所の活動はサイバースペースにおいて、国家が保障する国家権と個人・共通の権
利・諸自由の適用を補助することである。この報告書は、このデジタル国家権の運用に必要な手段と組織構成
を明確にする」と規定している。その報告書は 2016 年終わりまでに提出されることが期待されたが、3 か月
を超えた 2017 年 5 月には提出がまだなされていない79。制定の具体的な影響は、CNIL と同様にデジタル世界
の当事者の協力や申請数等に伴うものであり、制定後数年間が要されると想定されるが、デジタル世界におけ
る個人情報や個人情報に類似する情報の保護に重要な役割を果たすことが考えられる。このように、フランス
の立法者は、個人情報とそれにつながる法益を保障するために前向きな傾向を示している。ヨーロッパレベル
においても、欧州連合が自己の指令を改正することで、生じている問題と将来生じうる問題に対応している。 
 
 
 
2.2 欧州連合 
2.2-1 個人情報保護の基本的な根拠 
 情報通信の国際化により、個人情報保護の法令が増加している。フランスに対する直接的な影響は、欧州連
合の条文である。上述のように、2002 年に行われた 1978 年法の改正は欧州連合の 1995 年 EU データ保護
指令を国内法に導入するためであった。個人情報保護は、欧州連合の基本的な条文においても取り扱われてい
る。欧州連合の機能に関する条約（TFUE）第 16 条は、何人も自己の個人情報の保護に関する権利を有する
とし、第 16（2）条は、個人情報の保護の法令の立法根拠を導入している。また、欧州連合基本権憲章
（Charte des droits fondamentaux de l’Union Européenne ）第 8 条は、個人情報の保護を基本権としてい
る。ただし、その基本権を保障するため、積極的な保護を制定することが必要であり、その役目を果たしてい
るのは 1995 年 11 月に公布されたデータ処理・データ通信自由に関する欧州議会と欧州理事会 95/46/EC80
（95 年指令と以下に称する）である。95 年指令の二つの目的は、データ保護（個人情報を含める）という基
本権を保障することと個人データの欧州連合メンバー国の間に通信自由を保障することである。この条文から
すると、個人情報保護が原則であり、通信自由は例外になると考えられる。ただし、後者は国との間の通信を
指しており、欧州連合に保障されている移動自由の原則を害さないための条文である。言い換えれば、各国に
おいて、個人情報の通信自由は原則で、欧州連合の基準に従って情報保護が保障されるべきである。ただし、
指令であるので、各国がその範囲に基準を自由に定めることができる。その基準の相違から、移動の自由を害
する恐れがある問題と、一般的に管轄権の問題も生じうる問題に対して、積極的に通信自由を保つ必要がある
ため、その目的を明確にした。それ以外、より具体的な分野にも、特別な規定などが設けられ、2008 年には、
欧州理事会が刑事事件に関する警察・司法協力の体制的決定をした81。特に、2015 年に行われたパリのテロ
事件において、そのような協力が重要であると示された。フランス国内法と同様に、欧州連合の指令などが現
在の課題に不十分であると把握され、2016 年にそれを対応する規則が設けられた。 
 
2.2-2 2016 年の欧州連合の規則の経緯  
 欧州連合の法規制の現在化をするためには、その必要性やあり方を考える必要がある。まず、改正または新
たな法規制を設ける影響を想定する。その後、法案などを検討する。2016 年規則にいたるまでは、その経緯
通り、2009～11 年に相談や会議82が開催された。例えば、2010 年 6 月、7 月に特別なイベントが開催され、
2011 年 1 月 28 日（データ保護の日）欧州理事会と欧州評議会で国際的な情報保護の基準と欧州連合におけ
                                                          
79 https://www.nextinpact.com/news/104118-le-depute-lionel-tardy-suggere-labandon-commissariat-a-
souverainete-numerique.htm 2017 年 5 月 26 日最終閲覧。 
80 EU データ指令 Directive 95/46/EC of the European Parlement and of the Council of individuals with regard 
to the processing of data and on the free movement of data, OJL 281, 23.11.95, p. 31. 
81 Council Framework Decision 2008/977/JHA of November 2008 on the protection of personal data processed in 
the Framework of police and judicial cooperation in criminal matters, OJL 350,30.12.2008, p.60 
(‘Framework decision’) 
82 http://ec.europa.eu/justice/newsroom/data-protection/events/090519_en.htm2017 年 5 月 29 日最終閲覧。  
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る情報保護体制に関する課題をテーマとした会議が開催された。それとともに、二回の市民調査
（consultation du public）が行われた。一回目の調査は、2009 年 7 月 9 日から同年 12 月 31 日までの間に
行われ、市民・企業・団体から 127 件の意見書と公益団体から 12 件の意見書が提出された。二回目の調査は、
2010 年から 11 月 4 日から 2011 年 1 月 15 日までの間に行われ、市民から 54 件、公共団体から 31 件、私的
団体・企業会などから 220 件を合わせた 305 件のが提出された。2011 年には、それを受け、多数のワークシ
ョップに特別な分野における情報通信・情報保護の課題が検討された。以上の検討や調査から、原則自体には
変更がないが、法体制を現在生じている問題に合わさせるという結論に至った。その後、「より良い法規制」
というポリシーに従って、欧州委員会が代替対策の分析を行い、効率性、社会に対する影響、基本権に対する
影響などの検討方針を示した。以上の結論を受けた上で、三つの提案が作成された。その一つ目は、法規制自
体に最小限度の改正を行い、それにコミュニケーションと対策措置の支援（プログラムへの投資など）を優先
する提案である。二つ目は、以上の検討などにより把握された問題点に対する規定を置く、つまり法規制を改
正すべきとの提案である。三つ目は、明確や具体的な規制により、情報通信による問題を欧州連合レベルに集
結させ、規制の施行とその監視をする機関を設置するという提案である。そのうち、二つ目の提案を基本とし
た一つ目と三つ目の対案の部分を加えた提案が 2012 年 1 月 25 日に提出された83。その後、2015 年に、欧州
議会、欧州理事会と欧州委員会がヨーロッパにおける現在化・一致したデータ保護に関する規制について合意
した。そして、欧州議会の市民の自由の委員会と欧州理事会の常任代表委員会がそれに賛成した。なお、
2015 年 12 月 17 から 18 日に、市場同一性に向けた対策として欧州理事会に開催された。また、2016 年 4 月
14 日に 95 年の EU データ指令を廃止する規則84が欧州議会で可決した。これは 5 月 4 日に公布され、同月
24 日から施行された。また 99 条は 2018 年 5 月 25 日を規則適用開始日として定めた。その他にも、刑事協
力に関する決定85が、2016/680 指令に廃止・交換され、5 月 4 日に公布され、2018 年 5 月 6 日までに各国内
法に導入される予定である。 
 
2.2-3 2016/679 規則の趣旨 
 2016/679 規則に至るまでの関係者の議論などの結論としては、95 年指令と 2008 年の欧州理事会の決定を
改正する必要がありつつも、その下にある原則自体やそれぞれの原則の相対的な順番を変更する必要がないと
いうことであった。このように、95 年指令の目的を規定する 1 条と本規則の 1 条は共通点を持っている。た
だし、指令と規則から生じた相違点（2016/679 規則 1 条 1 項の追加）以外の相違点はある。第 1 条第 2 項は
「本規則は、自然人の自由・基本権、特に個人情報の保護権を保障する」と規定しているのに対し、95 年指
令の 1 条 1 項は「この指令に従って、各国は個人情報の処理に関し、自然人の自由・基本権、特にそのプラ
イバシー権を保障する」と規定している。これらの規定を比較すると、個人情報の処理と自由・基本権の関係
が少々異なっており、また規則においてプライバシー権に対する参照がなくなっていることがわかる。すなわ
ち、以前は個人情報処理というある活動において、プライバシー権の下に個人情報が保護されたのに対し、将
来的には一般的に個人情報の保護権が自由・基本権の一部として理解されることとなったのである。上述した
通り、プライバシー権は個人情報の保護の根拠になるとは思われるにもかかわらず、プライバシー概念の曖昧
さやプライバシー権に対する制限などから考えると、個人情報を十分に保護するためには、独立した権利とし
て認めることの方が効率的なアプローチであると評価できる。 
                                                          
83 Proposal for a regulation of the European parliament and of the council on the protection of individuals 
with regard to the processing of personal data and on the free movement of such data (General Data 
Protection Regulation) COM (2012)11 final, C7-0025/12.  
84 Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the 
protection of natural persons with regard to the processing of personal data and on the free movement of 
such data, and repealing Directive 95/46/EC (General Data Protection Regulation)  
85 Directive (EU) 2016/680 of the European Parliament and of the Council of 27 April 2016 on the protection 
of natural persons with regard to the processing of personal data by competent authorities for the 
purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution 
of criminal penalties, and on the free movement of such data, and repealing Council Framework Decision 
2008/977/JHA 
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2.2-4 2016/679 規則による変化 
 法規制の方針に変更がないとしても、その対象の現在化が本規則において重要である。まず、国内法と欧州
連合の個人情報に対する関係を現在化するため、物理的管轄（2 条）と土地管轄（3 条）に指令から規則の必
要な変更をし、本規則から個人情報に関する欧州連合の機関による処理（規則 CE 45/2001 の対象）と刑事法
関係の処理（2016/680 指令の対象）を排除している。つぎに、第 4 条である定義規定では、個人情報と個人
情報処理に関する活動について、95 年指令 2 条の定義規定にいくつかの定義を追加、または変更がされてい
る。個人情報の定義では大きな変更がないが、識別番号（numéro d’identification）よりも幅広い識別 ID
（identifiant）を指すことより、オンラインで使われるユーザーネームや IP アドレス、位置情報などが個人
情報に明確に86含まれることになった。個人情報を幅広い概念であることを前提にし、その中に保護の必要性
がより高い情報を区別した定義を置いた。例えば、遺伝子に関する情報（données génétiques）を「生物学
的な採血などの検討から得た人の生理学あるいは健康について唯一な享有・取得した遺伝子の情報」とし、生
物測定学に関する情報（données biométriques）を「自然人の識別・承認できるその人の身体的・生理学
的・行動的な特性に関する特別な技術的な処理から得た情報、例えば顔写真あるいはタイプライターの情報の
ような情報」とし、健康に関する情報を「自然人の健康を示す健康サービスを含む身体的または精神的な健康
に関する情報」としている。刑事捜査において利用されている DNA 鑑定や精神鑑定などの場合以外で、パス
ポートなどの証明書を作成する場合やスマートウォッチから自分の行動、健康に関する情報を記録することが
できること、またシェアできる私的生活の身体との関わりやそのような情報に対する悪質な利用の危険性の程
度と侵害の重大性を考慮すると、身体・健康に関わる情報は一般的な個人情報よりも特別な取扱いが必要であ
ると思われる。他方、本規則 9 条が示しているように、特別種類の個人情報と一般的な個人情報の区別が残
っていることから、特別な保護を要する以上の遺伝子に関する情報と生物測定学に関する情報がその特別な個
人情報に含まれること想定できる。また、フランス法と同様に、積極的な同意権あるいは拒否権（消極的な同
意権）がその区別を表しており、両方の種類には必要性がある場合では個人情報処理が違法ではない。例えば、
6 条１項 e と 9 条 2 項 g により、公益に必要と認められている場合には、本人の同意に関係なく、個人情報処
理ができるとされている。その他に追加された定義の中で重要な変更を示しているのは、情報設定
（profilage）と仮名化（pseudonymisation）である。前者は、「個人の特性を評価するため、特に生産性、
経済状況、健康状況、好み、趣味、信頼性、行動、位置決定、または移動を評価するために個人情報の自動化
された処理活動」87としており、後者は、「補足情報がなければ識別できなくさせる情報処理活動」とすると
ともに「この補足情報は、個人情報が識別された、または識別できる人に属されないよう別の場所に保存され、
技術的で組織的な措置がとられる」との説明が加えられている。 
 他方、従来の原則をまとめ、本規則 5 条に定められる「個人情報の処理に関する原則」により、その原則
は明確にされたといえる。同条第 1 項にはそれぞれの原則が定められ、2 項はその原則の責任を負い、その遵
守の立証負担は情報処理責任者にある。このように、個人情報の処理は、①法律に反しない、誠実的で、透明
的でなければならない（5 条 1 項 a）、②明確で確実で決定された目的のために行わなければならない（同項
b・目的の決定）、③その目的に適応し、必要最小限の範囲（同項 c・目的の範囲）、④真実であり、あるい
は必要な場合に改訂増補されていなければならない（同項 d・真実性）、⑤目的に伴う必要最小限の保存期間
（同項 e・保存の期間限定性）、⑥完全で非公式でなければならない（同項 f・完全性と非公式性）、⑦安全
でなければならない（同項 g・安全性）とされている。なお、それぞれの原則が他の規定において具体的に定
められている。 
                                                          
86 その前は、判例により含まれる解釈になっていた。 
87 以前から、プロファイリング問題が提供され、例えば、コミュニケーション内容でなく、それに関する情報は、サービ
スを改善する以外の目的も達成できるの指摘に基づき、行動を直接に示すコミュニケーションに関する情報を認定される
法的枠組みから排除されると立法者に対する勧告がなされた。Forum des droits sur l’Internet, Recommandation 
aux pouvoirs publics : « Conservation des données relatives à une communicaion électronique », 18 
décembre 2001 : www.foruminternet.org に参照。 
198
 
 
 個人情報の保護には、個人情報の処理における保護措置である原則だけではなく、個人情報に関する積極的
な自己に対する情報の権利もある。それは、本規則の 3 章（本人の権利・12-23 条）において詳細に規定され
ている。95 年指令と同様に、個人情報処理に関する通知請求権若しくは閲覧権、または拒否権と個人に対す
る自動化された（アルゴリズムによる）判断が保障されているが、本規則には、権利の内容やあり方に追加が
行われた。まず、透明性の原則が「13 条・14 条における通知、または 15 条から 22 条までの定める報告の提
供が簡潔で、透明で、理解可能で、また明確で単純な言葉で容易にわかるように、特に子供に向けた通知の場
合、情報管理責任者が適当な措置を取らなければならない。」と本規則 12 条で定められている。従来から存
在する通知義務について透明性などというあり方について規定することは、本人の自己の個人情報に対する積
極的な権利として強調していることになる。確かに、通知義務の内容自体は変更されていないが、この規定は
本人の個人情報を保護することより、本人の理解、またそれに基づく本人の個人情報に対する権利行使などに
影響を与える。言い換えれば、個人情報それ自体の保護ではなく、本人の個人情報に関する問題における司法
アクセス権という基本権の特別な規定として評価できる。本人の権利行使を容易にすること以外、その権利の
内容・範囲を強調したといえる。例えば、本人の同意や情報の真実性などが要求され、2016 年規則では忘れ
られる権利88（17 条）、個人情報の転送権（20 条）が加えられた。個人情報処理責任者は、次の場合に、遅
滞なく個人情報を通知しなければならない。①データの利用目的が必要でなくなったとき、②データ主体が同
意を撤回し、もしくはデータ処理の法的根拠がないとき③データ主体が個人データの処理に拒否し、他に処理
の重要な法的根拠がないとき、④個人データの処理が違法であるとき、⑤管轄権を持つ国の法規定または欧州
連合の法規定により削除されなければならないとき、⑥8 条 1 項の情報通信社会サービスを経由して収集され
たときである。ただし、⑴表現の自由の適用に必要とされる場合、⑵法的な義務（国内・欧州連合）に従うた
めに必要、または公共的な任務のために、若しくは公共権力の下に行われる場合、⑶9 条 2 項 h・i と 9 条 3
項健康関係の公益のための場合、⑷同条 1 項の個人情報処理が 89 条 1 項に定められるように、公益のある記
録の目的、科学、歴史又は統計に害する恐れがある場合、⑸権利の承認、適用、防御のための場合に必要であ
ると認められるときに同条 3 項により、1 項の適用が排除されている。このように、本人の権利を強調しつつ
も、その範囲を詳細に制限していると指摘できる。すなわち、個人情報の保護権を本人に戻す代わりに、その
保護権と社会秩序（公益・他人の権利）との枠組みを明確にしなければならず、保護権の範囲が縮小されたと
考える。確かに、その範囲以内では、本人による個人情報に関する管理権がより幅広くなっている。例えば、
20 条の転送権はそれである。従来は携帯電話に関して輪になっていたと同様に、現在は健康に関する情報な
どの転送に関して話題になっている。そして、安全性の措置が強調された（32 条以降）とともに、それに関
する通知義務も詳細に定められた。このように、個人情報処理ファイルなどがハッキング等の対象になる場合
には、本人に通知しなければならない。34 条 1 項は、「個人情報に対する侵害は権利・諸自由に対する侵害
のおそれが高い場合、個人情報処理責任者は遅滞なく本人にその侵害の通知をしなければならない」と規定し
ている。ただし、同条 3 項は、侵害された個人情報について、他人が理解不可能にするための技術的な措置
を取った場合、その侵害を行った後、権利・諸自由に侵害を与えない措置を取った場合や通知することが重大
な負担になる場合には、その義務が適用されないとしている。それに加えて、権利・諸自由に対する侵害性が、
処理範囲、あるいは情報の種類などにより高いと思われる場合に、事前に、情報保護に関する審査が行われる
とされている（35 条）。公益の目的に処理される情報や処理活動の性質に伴い、必要と認められる場合には、
情報保護の代表が設置される（37～39 条）。 
 上述のことから、この規則において表している変更は三つ方針であるといえる。一つ目の方針は、技術の変
化により個人情報にあたる情報が拡散したことに伴う、個人情報の定義や処理活動をより詳細に規定する方針
である。二目の方針は、個人情報の保護主体は国家権から本人に移転し、国家の役割は枠組みの監視と社会秩
序の維持とした方針である。三つ目の方針は、侵害の性質に基づかれた変更である。個人情報に対する侵害が
個人情報処理責任者な侵害（漏洩・目的外の使用など）からハッキングなどのように第三者からのものになっ
                                                          
88 欧州連合における「忘れられる権利」については、宮下・前掲 32「「忘れられる権利」をめぐる攻防」比較法雑誌第 47
券第 4 号（2014 年）35-43 頁、村田健介「「忘れられる権利の位置付けに関する一考察」岡山大学法学会雑誌大 65 券第
3・4 号（2016 年）511-518 頁を参照。 
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た。それに対して、本規則は、個人情報処理責任者の義務の安全措置を強調したのである。つまり、フランス
国内立法と同様な方針を示しているとわかる。 
 
2.2-5 制裁・処罰・救済 
 個人情報の保護制度において、いかなる変更がされたのかを検討するために、保護規定に対する違反の取扱
いにつき検討することとしたい。そのことは、訴訟・処罰規定である規則の第 8 章（77～84 条）に定められ
ている。まず、77 条～79 条では、本人による自己の国の情報検査官庁（autorité de contrôle）に、フラン
スの場合では CNIL に対する請求権と情報検査官庁または除法処理責任者若しくはその代表に対する訴訟権
を保障している。80 条は、司法へのアクセス権を保障するために、本人に団体・消費者保護団体などに代表
される権利が認められている。具体的には、司法的救済（82 条）、行政的制裁（83 条）、処罰（84 条）が
規定されている。行政的制裁に関しては、83 条 1 項により、行政的罰金が効率的、合理的で抑止的であるこ
とを検査官庁による確保がある。同条 2 項は、各違反に応じた制裁を科すための要件や情状酌量などを定め
ている。ただし、要件と情状酌量との性質の区別が行われず、ケースバイケースに検討しているため、柔軟性
が高いと指摘できる。また、規定に対する違反は二つの種類に区別され、4 項に定められている違反はユーロ
10000000 以下、あるいは会社の場合に総売上高の２％以下の行政的罰金が科されるのに対し、５項・６項に
定められる違反はユーロ 200000000 以下、あるいは会社の場合に総売上高の４％以下の行政的罰金が科され
ている。84 条は、他の制裁に関する規定であるとともに、国内法に規定されおり、その制裁、つまり刑罰や
その他の制裁が効率的、合理的で抑止的であることが要求されている。このように、本規則が規定する行政的
罰金やその他の制裁は重く、個人情報の保護の重要性が十分に表されているといえる。 
 
おわりに 
フランスにおいて、個人情報の保護制度が想定されてから 50 年間の間、多数の改正を経たうえで、根本的
な原則に変更がないにもかかわらず、保護制度の在り方が変遷した。その変遷の背景として、情報の社会にお
ける意味や目的と情報価値の変遷があると指摘できる。20 世紀前半は、個人についての情報は、主に、国が
円滑な行政活動と秩序の維持を図る目的で収集したので、日常生活や主観的価値が含まれる情報は比較的少な
く、人格やプライバシー侵害の蓋然性や、その侵害の程度が著しくはないと評価できた。20 世紀後半になる
と、国が収集できる情報の適用範囲を拡大し、その情報を管理することによって国や公共団体等が、特定の国
民についてすべてを知り得る状態になるのではないかとの恐れが生じた。また、それに伴う濫用の恐れが幅広
く意識されるようになった。そこで、公権力による個人情報の濫用を防ぐために、1978 年法が制定された89。
それ以降、企業の管理する・取り扱う情報の範囲が拡大し、それに応じて 1978 年法の改正と柔軟な解釈が行
われてきた。 
21 世紀の収集・管理の対象になる情報は、国民や顧客として個人を特定するための情報よりも、特に IoT
や SNS の普及に伴い、さらに私生活・主観に関する情報を含んだ情報等が登場した。デジタル共和国のため
の法律と 2016 年 EU データ規則は、個人情報の性質と個人情報の法的枠組みにおける立場など、または侵害
の重大性の拡大に基づく事前的と事後的な措置の強化はそれに対応するとした。しかしながら、このような情
報の中に、容易に特定の個人を識別でない情報が生じ、保護され得ない情報になるが、このような情報も外部
に知られることによって個人の権利や諸自由が侵害されていないとは言えないだろう。例えば、特定な個人を
識別できない匿名化された情報から、匿名データベースから一般的なプロファイルが作成され、そのプロファ
                                                          
89 公権力による個人情報処理と私的企業による区別が本法律の趣旨である。しかし、公権力を中心とした法律の射程が企
業における情報処理の拡大傾向に伴って低下された。たしかに、SAFARI のような国家権力による全体的処理の恐れがなく
なったとは言い切れないが、同時に数多くの企業は公益な諸自由に侵害を与えられるような個人情報ファイルを持ち、趣
旨を見直すべきであると主張されている。  
 G.Gouzes, Rapport n°3526 sur le projet de loi (n°3250),relatif à la protection des personnes 
physiques à l'égard des traitements de données à caractère personnel et modifiant la loi n°78-17 du 6 
janvier 1978 relative à l'informatique, aux fichiers et aux libertés（ http://www.assemblee-
nationale.fr/11/rapports/r3526.asp  2016 年 7 月 12 日最終閲覧）。 
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イルにより個人の行動が推定されるなどにより諸自由等に対する侵害が生じ得る。また、プロファイリング活
動の定義がなされたにもかかわらず、その特殊を考慮する具体的な活動制限が設けられていない。いくら柔軟
性を持つ 1978 法でも、新しいテクノロジーと国民の利用方法の状況に対応できなければ、時代遅れになり、
その趣旨の妥当性と情報保護の意義を考え直す必要性があるといえよう。概念の変遷と問題の拡大化が進行し
ているうちに、その変更した法律規制に対する影響を検討するだけではなく、その変更自体を改めて検討し、
次の課題に向けるため幅広く考えるべきである。 
他方、現行の保護制度の効果を果たすために、情報通信の国際化の面に対しても、考慮することに課題が十
分に残ると思われる。それは、特に忘れられる権利に関する判例に指摘されている問題である。その問題の一
つの根拠は、世界中の個人情報の保護基準が異なり、従って各国の処理責任者の義務の間に格差が生じるから
である。保護基準の相違の背景として、個人情報の根拠付け権利と概念の意義の相違90があると言えよう。欧
州連合におけるその対策として、保護基準を満たさない国への通信を禁止または制限することになっている。
例えば、アメリカへの通信は Privacy Shield91の下に許可されており、日本への通信はフランスにおいて
CNIL の許可が必要になる。しかしながら、前者の傘下に行われる通信の実務にも問題が生じている92。後者
は、ケースバイケースの許可で、実務には多少不便であると考えられる。その点につき、どのように日本との
基準格差、その根拠やそれに対する日本の立法的な動きなどの検討を次の課題にしたい。 
 
                                                          
90宮下紘「プライバシーをめぐるアメリカとヨーロッパの衝突（1）―自由と尊厳の対立―」 比較法文化 18 号 131 頁
（2010 年）。 
91 宮下紘「貿易協定と越境データ移転規則―米欧の交渉からの教訓―」比較法雑誌第 50 券第 3 号（2016 年）197-200 頁。 
92 C. CASTETS-RENARD, « Adoption du Privacy Shield : des raisons de douter de la solidité de cet accord », 
Dalloz IP/IT, 2016, p. 444. 
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