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ABSTRACT 
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gigabit multimedia independent interface) in adaptive embedded data splitter for 
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Tato diplomová práce se snaží algoritmizovat standard rozhraní pro vysokorychlostní 
ethernet SGMII, jež zahrnuje samovolné vyjednávání parametrů linky, vyhodnocení 
crc32 a přidání či odebraní preambule z ethernetového rámce. Jedná se o rozhraní jež 
má být součástí adaptivního rozdělování datového toku rámců pro sítě Gigabit Ethernet 
s rozhraním 1000Base-T. 
Práce je rozdělena do tří částí. První část obsahuje obecný pohled na ethernet, 
navrženou strukturu projektu a zasazení práce do kontextu adaptivního rozdělovače. 
Druhá část je pak zaměřena zejména na standard SGMII a jeho součásti, bloková 
schémata vysílače a přijímače se společnou jednotkou automatického vyjednávání 
parametrů linky. Třetí část je věnována samotné implementaci, ověřování kódu v 
simulacích ve vývojovém prostředí ISE a vývoji testovacích skriptů. 
Hlavním výstupem práce by měl být vývoj rozhraní SGMII ke kterému je možné 
připojit libovolnou fyzickou vrstvu, vzhledem k univerzální MAC vrstvě, pro technické 




V této kapitole je nastíněn kontext rozhraní SGMII v rámci ethernetové architektury 
počítačové sítě, umístění výkonných bloků v protokolu ISO/OSI a popis automatického 
vyjednávání.  
1.1 Gigabit Ethernet 
Ethernet je nejrozšířenější technologií (standardem) pro realizaci počítačových sítí. Jeho 
vzestup byl předurčen jeho jednoduchostí a snadnou instalací, rovněž však značnou 
flexibilitou v rychlosti přenosu dat. Ethernet lze v modelu ISO/OSI dle obr.1.1 shrnout 
pod fyzickou (physical) a spojovou vrstvou (data link), v TCP/IP pak pod vrstvu 
síťového rozhraní. 
 
Obr. 1.1: Zařazení ethernetu do modelu ISO/OSI (převzato z *). 
Mezi nejpoužívanější přenosová média ethernetu jistě patří kroucená dvojlinka, jež 
se skládá ze čtyř párů kroucených vodičů. Lze rozlišit kabely UTP (jsou nestíněné), FTP 
(jsou stíněny všechny páry dohromady) a STP (všechny páry jsou stíněny zvlášť). Při 
využití tohoto druhu kabeláže je síť koncipována do hvězdicové topologie (viz. obr.1.1), 
kde jsou počítače spojeny pomocí rozbočovače či přepínače (začíná převažovat jejich 
počet). 
Při použití rozbočovače dochází ke kopírování dat z jednoho rozhraní do všech 
ostatních, přenos je tedy stejný jako při sdílené sběrnici. Při příjmu jednotlivé síťové 
prvky naslouchají na lince a pokud obdrží paket s jinou adresou zahodí jej. Pro přístup k 
médiu a pokus o vysílání se používá metoda CSMA/CD. Stanice naslouchá na lince 
zda-li není přes linku uskutečňován žádný přenos, pokud ne stanice začne vysílat. Může 
však dojít ke kolizi (začne zároveň vysílat více stanic najednou), stanice detekující tento 
stav vyšle 32 bitový jam signál. Dojde k odmlčení stanic a opětovnému pokusu o 
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vysílání. Nový pokus je ovšem pro každou stanici stanoven jinou náhodnou dobou a 
pokud je médium obsazené tato doba se zdvojnásobuje.  
 
Obr. 1.2: Hvězdicová topologie ethernetové sítě (převzato z *). 
Při použití přepínače dochází k uložení dat přepínačem a jejich vyslání pouze do 
rozhraní v kterém se nalézá cílová stanice. Přepínač navíc nevysílá ethernetový rámec 
ihned, ale čeká až bude linka cílového rozhraní volná a poté rámec odvysílá. Přepínač 
tedy odděluje kolizní domény, zvyšuje propustnost a bezpečnost sítě a je levnější než 
rozbočovač. 
Existuje několik typů ethernetu, které se od sebe liší rychlostí přenosu dat a 
médiem, několik typů je uvedeno v tab.1.1, existuje však více typů, například 
1000BASE má několik odnoží, které se liší přenosovým médiem -LX pro optická 
vlákna s jedním videm, -SX pro optická vlákna s mnoha vidy či -CX pro přenos s 
měděným vodičem. 
Tab. 1.1: Ukázka několika typů ethernetu. 
Typ Rychlost Přenosové médium Počet použitých párů 
10Base-T 10Mbit/s kroucená dvojlinka 2 
100Base-T2 100Mbit/s kroucená dvojlinka 2 
100Base-T4 100Mbit/s kroucená dvojlinka 4 
1000Base-T 1000Mbit/s kroucená dvojlinka 4 
10GBase-T 10Gbit/s kroucená dvojlinka 4 
40GBASE 40Gbit/s Optické vlákno - 




1.2 Ethernetový rámec 
Aby bylo možné data přenášet v ehternetové síti je potřeba je uspořádat do 
ethernetových rámců. Takovýto základní rámec je složen z preambule, adres, dat a 
zabezpečení. Strukturu tohoto rámce je vidět na obr.1.3. 
 
Obr. 1.3: Struktura základního ethernetového rámce. 
Rámec začíná preambulí (PRE - preamble), jež se skládá ze sedmi bajtů symbolu 
55hex (binárně 1010101010), tato preambule upozorňuje stanici na příchod 
ethernetových dat. Zároveň však také preambule zajišťuje synchronizaci fyzické vrstvy 
příjemce s příchozími daty. Další součástí preambule je poslední byte (SFD - start of 
frame delimiter) před adresami příjemce a odesílatele. Tento byte obsahuje symbol 
D5hex (binárně 11010101), jež upozorňuje příjemce, že následující bit je nejvíce nalevo 
ležícím bitem v nejvíce nalevo ležícím bajtu adresy příjemce. 
Adresa příjemce (DA - destination address) stejně jako za ní následující adresa 
odesílatele (SA - source address) je složena ze šesti bajtů takzvané MAC - adresy, 
unikátní adresy pro každý prvek sítě. Z této adresy mají ovšem dva bity obecný 
význam. Nejvíce nalevo ležící bit značí, že se jedná buď o individuální adresu (log 0) 
nebo o globální (log 1). Následující bit pak udává zda-li se jedná o globálně (log 0) 
nebo lokálně administrovanou adresu (log 1). 
Po adresách následují čtyři bajty informující o délce a typu dat (L/T - length/type) 
zasílaných v rámci. Po těchto bajtech již následují samotná data která mohou mít rozsah 
46 až 1500 bajtů. Jestliže zpráva neobsahuje minimální počet 46 bajtů, je potřeba data 
doplnit výplní (PAD - vycpávka) na požadované minimum.  
Poslední částí ethernetového rámce je cyklické zabezpečení skládající se z 32 bitů. 
Toto zabezpečení je vypočítáno z adres, typu data a dat samotných. 
1.2.1 Cyklické zabezpečení 
Je zabezpečení, které je schopno detekovat chyby v datovém toku v digitální síti. K 
datům jsou přidány redundantní bity zabezpečení, jež byly získány na základě zbytku po 
dělení generujícím polynomem. Na přijímací straně jsou data podrobena stejnému 
polynomickému dělení, jestliže pak není zbytek po dělení nulový došlo k chybě. Toto 
zabezpečení získalo význam zejména kvůli snadné implementaci v digitálních 
systémech. 
Jako ukázku lze vypočítat jednoduchý příklad výpočtu. Generující mnohočlen 
může být vyjádřen například tímto polynomem: 
PRE SFD DATA DA PAD L/T SA FSC 







Pak se kódovaná data 0101 musí rozšířit o tři nuly pro výpočet zbytku a započne 
samotný výpočet: 
   0101      000 
     110      1     q   
     011      10 
       11      01   q 
        00      110     ← zbytek 
 Výsledná vysílaná bitová posloupnost tedy bude 0101110. Po vydělení této 
posloupnosti generujícím polynomem lze obdržet nulový zbytek (stejně jako na 
přijímací straně za předpokladu, že nedošlo k chybě během přenosu).       
1.3 SGMII obecně 
Rozhraní SGMII je jedinečné hlavně svou flexibilitou a univerzálností MAC vrstvy 
používané všemi verzemi ethernetu, ke které je možno připojit libovolnou fyzickou 
vrstvu. Jedná se o rozšíření rozhraní GMII a MII. Podporuje zejména rychlosti ethernetu 
10, 100 a 1000 Mb/s při plném duplexu. 
 
Obr. 1.4: MII a MDI v modelu ISO/OSI(převzato z *). 
Z obr.1.4 je pěkně vidět na médiu nezávislé vrstvy (MII - media independent 
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interface) a na médiu závislé rozhraní (MDI - media dependent interface). Prakticky 
celá část rozhraní MDI je zahrnuta ve fyzické vrstvě. 
1.3.1 Samo-vyjednávání 
Nespornou výhodou rozhraní SGMII je kompatibilita s různými rychlostmi ethernetu 
(10, 100 a 1000 Mb/s). Je toho docíleno zejména díky samo-vyjednávací jednotce jež 
zodpovídá za konfiguraci linky. 
Prostředkem pro optimální nastavení linky je 16 bitový konfigurační registr, 
pomocí něhož je možno si strany vyměňují svoje parametry. Jednotlivá nastavení 
registru je možno pozorovat v tab.1.2. 
Tab. 1.2: Tabulka se stavy konfiguračního registru. 
Pořadí bitu Z fyzické do MAC vrstvy Z MAC do fyzické vrstvy 
15  Rezervováno pro budoucí použití 
14 Potvrzovací bit ACK Potvrzovací bit ACK 
13 Rezervováno pro budoucí použití Rezervováno pro budoucí použití 
12 Plný (log 1) či poloviční (log 0)  duplex Rezervováno pro budoucí použití 
11:10 Rychlost: 
11 = rezervováno 
10 = 1000 Mb/s 
01 = 100 Mb/s 
00 = 10 Mb/s 
Rezervováno pro budoucí použití 
9:1 Rezervováno pro budoucí použití Rezervováno pro budoucí použití 
0 1 1 
 
Ustavení parametrů linky pak probíhá v několika krocích, kdy se kontroluje zda-li 
jsou vysílána konzistentní data konfiguračního registru a zda je úspěšně ukončena 
konfigurace. Hlavní úrovně konfigurace lze nazvat následovně - shoda vlastností linky 
(ability match), potvrzení přijetí vlastností linky (acknowledge match), potvrzení 
konzistence dat(consistency match) a ověření sekvence pro nečinný stav (idle match). 
Celý cyklus konfigurace linky začíná restartem a spuštěním linkového časovače 
(nastaven na 10 ms), tato doba je považována za dostačující pro ustálení linky a 
přepnutí do konfiguračního módu. Po skončení linkového časovače je nutno přijmout tři 
po sobě jdoucí konfigurační registry se stejnými parametry (stav shoda vlastností linky), 
pakliže je splněna tato podmínka, začne vysílač odesílat registr s nastaveným bitem 
ACK a přijímač čeká na tři po sobě jdoucí registry s nastaveným bitem ACK a stejnými 
parametry linky (stav potvrzení přijetí vlastností linky). V případě, že je naplněna i 
předcházející podmínka je ve stavu potvrzení konzistence dat určeno zda-li se 
parametry přijímané bez natavení a s nastavením ACK bitu shodují, pokud ano proces 
pokračuje opětovným spuštěním linkového časovače. Po přetečení časovače pak 
následuje ověření sekvence pro nečinný stav, kdy se na lince musí vyskytovat dva po 
sobě jdoucí symboly (BChex a 50hex). Jestliže je třikrát detekována sekvence těchto dvou 
znaků je opět zpuštěn časovač linky, po jeho přetečení je linka připravena pro přenos 
dat.  
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1.4 Hardwarový koncept 
Rozhraní SGMII bude vytvořeno pro obvod FPGA firmy Xilinx Inc. Spartan 3. Obvod 
bude osazena na desku plošného spoje, která bude obsahovat integrovaný obvod pro 
realizaci fyzické vrstvy s rozhraním SGMII VSC8634 (od firmy Vitesse) a také 
pouzdrem pro modul SFP transceiveru FCMJ-8520/8521-3 od firmy Finisar. Takováto 
deska pak bude součástí transceiveru připojeného k anténě pro distribuci dat do 
vzdálenosti jednotek kilometrů dle obr.1.5. 
 
Obr. 1.5:Blokové schéma systému. 
1.4.1 VSC8634 
Tento obvod má sloužit jako fyzická vrstva pro rozhraní SGMII, velkou výhodou je 
kompatibilita s 10/100/1000BASE-T ethernetem a blok samo-vyjednávání, který obvod 
obsahuje. Mimo jiné se tento obvod uplatňuje zejména v přepínačích a směrovačích 
sítě. 
 









Mezi hlavní výhody obvodu patří nízká spotřeba, činí 650 mW na port při 
1000BASE-T módu. Má vlastní řízení spotřeby s několika úspornými módy. Obsahuje 
programovatelné vyrovnávací paměti FIFO (first in, first out). Dokáže diagnostikovat  
informace o připojeném kabelu, jako je délka a status zakončení. Obsahuje patentovaný 
linkový budič s nízkými hodnotami elektromagnetické interference. V neposlední řadě 
je dostupný v pouzdrech BGA, šetří tedy místo na desce plošných spojů a vyžaduje 
minimum externích součástek.  
Z obr.1.6 je patrná vnitřní bloková struktura obvodu. Data zasílaná MAC vrstvou 
jsou přijata sériovým rozhraním (serial MAC inteface). Následuje blok samo-
vyjednávání (auto-negotiation) jenž je zodpovědný za vyjednání parametrů linky. Tento 
blok musí obdržet od obvodu informace o připojeném médiu a možné rychlostí 
komunikace, poté tyto informace zapíše do konfiguračního registru jenž je posílán 
MAC vrstvě. Následuje blok podvrstvy PCS jež je kompatibilní s se všemi typy 
rychlostí 10/100/1000BASE-T ethernetu. Tato podvrstva poskytuje jednotné rozhraní 
pro vyšší vrstvu bez závislosti na médiu. Používá kódování 8B/10B. Další funkcí této 
podvrstvy je generování stavových signálů Carrier Sense a Collision Detect, stejně jako 
řízení procesu auto-negotation pro určení rychlosti vzájemného spojení 10, 100 nebo 
1000 Mb/s. Dále pak následuje blok podvrstvy PMA jež je taktéž kompatibilní s se 
všemi typy rychlostí 10/100/1000BASE-T ethernetu. Tato podvrstva poskytuje rozhraní 
jež je nezávislé na médiu pro vyšší vrstvu (PCS), provádějící konverzi signálů ze 
sériového proudu bitů na médiu a naopak. Posledním blokem v přímé cestě dat je na 
médiu závislé rozhraní pro kroucenou dvojlinku, jež je vyvedeno na konektor typu RJ-
45. 
Mimo jiné je možno obvod naprogramovat skrze JTAG port. Komunikace s řídící 
jednotkou obvodu je pak možná přes 16 vstupně/výstupních pinů, které jsou řídící 
jednotce k dipozici, stejně jako reset celého obvodu. Není tedy problém mít obvod plně 
pod kontrolou skrze obvod FPGA. 
Je důležité dodat, že obvod pracuje jako 3.3V logika, která potřebuje napájecí zdroj 
o napětích 3.3V, 2.5V, 1.8V a 1.2V. Obvod také potřebuje dodávat referenční kmitočty 
125MHz a 25MHz. 
1.4.2 SFP transceiver 
Jedná se o velmi flexibilní obvod respektive metalické pouzdro do kterého lze 
zasunovat moduly pro různé standardy, zejména pro optická ale i metalická média.  
 
Obr. 1.7: FTP transceivery dvouvláknový (vlevo) a metalický(vpravo). 
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Metalické médium pak může pracovat pouze v 1000BASE-T ethernetovém 
standardu, což ovšem obvodu ubírá na flexibilitě oproti obvodu VSC8634 jenž je 
schopen pracovat se třemi různými rychlostmi. Ovšem možnost připojení optického 
vlákna umožňuje použití linky na vzdálenosti desítek kilometrů (používané vlnové 
délky 850nm, 1310nm a 1550nm). 
Transceivery lze připojit přímo k FPGA pomocí diferenčního páru s impedancí 
100Ω a charakteristickou impedancí 50Ω. Umožňují jednoduchou komunikaci s FPGA 
přes I2C sběrnici. 
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2 IMPLEMENTACE SGMII 
V této kapitole je nastíněna funkcionalita jednotlivých funkčních bloků rozhraní SGMII, 
tak jak bylo rozhraní upraveno. Jedná se zejména o vysílač, přijímač a automatickou 
vyjednávací jednotku. 
2.1 Propojení a součinnost hlavních bloků 
Základní řetězec zpracování dat je znázorněn na obr.2.1. Pro vysílací stranu je potřeba 
data opatřit cyklickým zabezpečením CRC 32( množství bitů pro zabezpečení je 32) a 
preambulí jež se skládá z 8 bajtů ( 7 bajtů 55hex a jeden bajt D5hex). Následuje samotná 
jednotka vysílání, jež se může nalézat ve třech základních stavech - konfigurace, 
zasílání dat a nečinném stavu, jednotlivé stavy jsou řízeny vyjednávací jednotkou. 
Výstupem vysílače je symbol ve formátu 8bitů paralelních dat jež je třeba serializovat a 
převést na 10bitové symboly o což se stará jednotka enkodéru 8B/10B a jednotka 
serializéru. 
 
Obr. 2.1: Datový tok mezi hlavními bloky rozhraní SGMII. 
 
Pro přijímací stranu jsou pak potřeba analogické operace jako je deserializér dat do 
symbolů o 10 bitech, které jsou dekódovány do symbolů o 8 bitech a přivedeny do 










DATA DATA ŘÍDÍCÍ A KONTROLNÍ JEDNOTKA 
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vysílač nalézat ve třech významných stavech ( konfigurace, příjem dat, nečinný stav). 
Jednotka kontroly CRC32 pak tok dat zbavuje preambule a počítá CRC32 znovu pro 
přijatá data. Vypočtená posloupnost zabezpečovacích dat je porovnána s přijatou 
posloupností, v případě shody byl přenos bezchybný. 
Samotná vyjednávací jednotka plní funkci řídící. Nejprve vyjedná parametry linky 
a poté umožní vysílání a příjem dat. Při každé změně parametrů pak musí být vyvolán 
restart a je obnoven proces vyjednávání, po němž následuje přenos. 
2.2 Vysílač 
Vysílač je rozdělen na dva stavové automaty, jeden řídící a úzce spolupracující s 
vyjednávací jednotkou a druhý výkonný ( vykonávající), jež provádí fyzicky příkazy z 
řídící jednotky. 
2.2.1 Vysílač - řídící automat 
 









EXTEND BY 1 
 
TX DATA 











 Vstupní signály jsou zpracovány v řídící jednotce, která pak posílá jeden 
výstupní řídící signál výkonné jednotce. Vstupní signály zahrnují vstupní data, logické 
signály platnosti dat a chyby dat ze strany CRC bloku, řídící signál xmit a registr 
tx_config_reg ze strany vyjednávací jednotky a naposled signál tx_RunDisp ze strany 
enkodéru 8B/10B. 
Základní přechody ve stavovém diagramu z obr.2.2 ( tedy přechody z počátečního 
stavu) jsou ovlivněny signálem xmit, jenž nabývá tří hodnot, 55hex pokud mají být 
vysílána data (XMIT DATA), B5hex pokud má dojít ke konfiguraci linky 
(CONFIGURATION) a BChex pokud má být na lince nečinný stav (IDLE). Pro každý z 
těchto stavů je specielně nastaven výstupní signál tx_o_set pro výkonnou jednotku, jež 
začne vysílat systémové znaky a případně data. 
Další větvení automatu se odvíjí od stavu XMIT DATA, přechod dále je možný 
pouze pokud se  vysílají data, tedy pokud logický signál platnosti dat je v aktivní 
úrovni. Pokud je indikována chyba následuje stav STAR ERROR jinak pokračuje stav 
START OF PACKET. Během stavu XMIT DATA kdy se čeká na data je tx_o_set 
nastaven na nečinný stav. 
Stav START OF PACKET by měl trvat pouze jeden hodinový takt při kterém se 
výkonné jednotce řekne, že má na výstup zapsat specielní znak začátku paketu. Ze stavu 
se tedy téměř okamžitě přechází na další tři možné. Buď je možno okamžitě vysílat data 
ve stavu TX DATA (tx_o_set je nastaven na zasílání dat), nebo může dojít k 
okamžitému konci vysílání skrze stav END OF PACKET NOEXT či v případě, že je 
zaznamenána chyba END OF PACKET EXT (v obou stavech se tx_o_set nastaví pro 
zaslání specielního znaku, který značí konec paketu). 
K stavu  START OF PACKET je paralelní větev se stavy pro chybné vysílání 
START ERROR ( kdy je tx_o_set nataven pro zaslání specileního znaku začátku 
paketu) a TX DATA ERROR ( kdy je tx_o_set nataven pro zaslání specileního znaku 
chyby průchodu). Stav START ERROR vlně přechází do stavu TX DATA ERROR, 
který je co do přechodu do dalších stavů identický se stavem START OF PACKET. 
Stav END OF PACKET NOEXT volně přechází do stavu EPD2 EXT při kterém je 
tx_o_set nataven pro zaslání specileního znaku rozšířené nosné. Z tohoto stavu lze přejít 
do stavu XMIT DATA či EPD3 (při kterém se opět zasílá znak rozšířené nosné). 
Zkratka Název Znaky Hodnota hex 
/C1/ Konfigurace 1 /K28.5/D21.5/ BC/B5 
/C2/ Konfigurace 2 /K28.5/D2.2/ BC/42 
/I1/ Nečinný stav 1 /K28.5/D5.6/ BC/C5 
/I2/ Nečinný stav 2 /K28.5/D16.2/ BC/50 
/R/ Rozšířená nosná /K23.7/ F7 
/S/ Start paketu /K27.7/ FB 
/T/ Konec paketu /K29.7/ FD 
/V/ Chybný průchod /K30.7/ FE 
Tab. 2.1: Tabulka systémových znaků označujících důležité stavy v bitovém toku. 
Ze stavu END OF PACKET EXT pak lze přejít do dvou stavů EXTEN BY 1 anebo  
v případě, že je opět indikována chyba v datovém toku CARRIER EXTEND ( v obou 
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stavech je tx_o_set nataven pro zaslání specileního znaku rozšířené nosné). EXTEN BY 
1 pak volně přechází do stavu EPD2 EXT. Ze stavu CARRIER EXTEND lze ovšem 
pokračovat třemi cestami, buď do EXTEN BY 1 v případě neaktivního signálu validity 
dat a chyby dat, nebo do START ERROR v případě vysoké úrovně těchto signálů, či do 
START OF PACKET v případě, že je validita dat v logické jedna. 
2.2.2 Vysílač - výkonný automat 
Výkonný automat přijímá signál tx_o_set a dle něj zapisuje na výstup vysílače data a 
specielní znaky. Výstupem tohoto automatu jsou pak 8 bitové symboly dat a logický 
signál char_isk, který určuje, zda-li se jedná o znak datový či speciální (v případě dat je 
signál v log.0, v případě specielního znaku je v log.1). 
 


























Z počátečního stavu je možné se dostat do tří základních stavů - konfigurace, 
nečinného stavu a posílání specielních znaků (viz. obr. 2.3). Volba stavu záleží pouze na 
proměnné tx_o_set ( B5hex = CONFIGURATION C1A, BChex = IDLE DISPARITY 
TEST, F7hex či FBhex  či FDhex  či FEhex = SPECIAL GO). 
Větev konfigurace se skládá vždy z bloku 4 stavů, které do sebe volně přecházejí a 
po vykonání čtvrtého stavu lze větev konfigurace opustit a přejít na nečinný stav či na 
zasílání specielních znaků. Čtyři po sobě jdoucí stavy mají za úkol vytvořit správnou 
posloupnost pro rozeznání zasílaných dat jako konfiguračních a přenos samotných 
konfiguračních dat do registru. Dle tabulky 2.1 lze vidět, že jsou dva možné úvody 
konfiguračních dat, buď kombinace znaků /K28.5/D21.5/ či /K28.5/D2.2/ ( tyto se stále 
střídají). Tedy stav CONFIGURATION C1A i C2A vysílají znak /K28.5/, stav 
CONFIGURATION C1B vysílá /D21.5/ a stav CONFIGURATION C2B naopak 
/D2.2/. Další stavy pak přenáší nejprve dolních 8 bitů 16 bitového registru 
tx_Config_reg a poté zbývajících 8 horních bitů. 
Větev se specielními znaky je vždy následována v případě začátku či konce paketu, 
také pokud je paket chybný. Pokud paket začíná následuje stav zasílání dat, pokud paket 
končí z dat následuje opět stav zasílání specielních znaků. 
Po ukončení vysílání dat následuje stav nečinnosti až do požadavku na zasílání 
dalších dat, v tomto okamžiku je potřeba zkontrolovat disparitu odeslaných dat. 
Disparita kontroluje zda-li je ve vyslaných datech větší počet nul či jedniček ( aby 
pokud možno nebyla přítomna stejnosměrná složka v odeslaném signálu). Jestliže tedy 
ukazatel vypočtené disparity nabývá hodnoty 0 či 1 následuje stav IDLE DISPARITY 
OK či  IDLE DISPARITY WRONG. Při stavu IDLE DISPARITY OK ( a následujícím 
stavu IDLE 2B) se vysílá posloupnost znaků /K28.5/D16.2/ ( BChex/50hex). Při stavu 
IDLE DISPARITY WRONG ( a následujícím stavu IDLE 1B)  se vysílá posloupnost 
/K28.5/D5.6/ ( BChex/C5hex). 
2.3 Přijímač 
Přijímač má kromě příjmu dat také velkou roli při vyjednávání parametrů linky, neboť 
poskytuje vyjednávací jednotce registr rx_Config_reg, který nese informaci od nižší 
vrstvy o možných parametrech spojení a užitečný signál RUDI jenž informuje jednotku 
o proběhnutém cyklu konfigurace a idle módu. Do přijímače pak vstupují směrem od 
datového dekodéru signály Rx_K_in, Rx_Disp_Err, Rx_NotInTable a samozřejmě data, 
dále má také k dispozici signál xmit z vyjednávací jednotky. Výstupem jsou pak 
výstupní data, logický signál platnosti dat a signál chybový. 
Ať již je automat v jakémkoli stavu vždy se s hodinovým cyklem kontroluje signál  
Rx_Disp_Err a Rx_NotInTable, pokud se dostane do logické 1, pak automat okamžitě 
přechází do stavu LINK FAILED, ze kterého samovolně přechází do stavu WAIT FOR 
K. WAIT FOR K pak v podstatě počáteční stav automatu. Jakmile automat přijme 
symbol /K28.5/ ( BChex) je zasynchronizován na počátek dalších možných stavů a 
přechází do stavu RX K. 
Ze stavu RX K je možné se dostat do větve konfigurační, chybové, případně 
nečinné (viz. obr. 2.4). Jestliže jsou přijaty znaky /D5.6/  či /D16.2/ znamená to, že 
linka je v nečinném stavu a automat přijímače se dostane do stavu IDLE D. Pokud jsou  
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Obr. 2.4: Stavový diagram vysílače. 
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však přijaty znaky /D21.5/ či /D2.2/ pak přijímač rozezná, že budou zasílána data o 
parametrech linky a je potřeba se přesunout do konfigurační větve. Jestliže dojde po 
znaku /K28.5/ cokoli jiného, došlo zřejmě k chybě a automat přejde do stavu RX 
INVALID. 
Konfigurační větev se opět sestává z několik do sebe volně přecházejících stavů, 
úvod je dán symbolem /K28.5/ již ve stavu RX K, v dalším stavu musí být přijat znak 
/D21.5/ či /D2.2/, aby bylo potvrzeno, že jde opravdu o zasílání parametrů linky, v 
dalším stavu se již ukládá přijatá data do spodních 8 bitů registru rx_Config_reg, 
posledním stavu se ukládají data do vrchních 8 bitů tohoto registru a zároveň se vysílá 
signál RUDI důležitý pro vyjednávací jednotku aby oznámila úspěšné přijetí parametrů 
linky od nižší vrstvy. 
Ze stavu IDLE D je možno se dostat opět do stavu RX K jestliže stav nečinnosti 
přetrvává a je přijat opět znak /K28.5/, pokud ovšem přijde znak start of packet /S/ 
(FBhex) přejde automat do stavu START OF PACKET. 
Jestliže po nečekaném znaku, díky kterému se automat dostal do stavu RX 
INVALID přijme automat znak /K28.5/ pak přechází do stavu RX K a zároveň se vyšle 
signál RUDI, že proběhl jeden cyklus nečinného stavu, pokud ne přechází do stavu 
WAIT FOR K a čeká na synchronizaci. 
Stav START OF PACKET nabízí několik následujících stavů (viz. obr. 2.4), asi 
nejlogičtějším následujícím stavem je stav RX DATA kdy jsou po začátku paketu 
přijímána data          ( podmínkou je přechod signálu RX K z vysoké úrovně do nízké). 
Jestliže nejsou přijímána data ani není indikován konec paketu automat přejde do 
chybového stavu RX DATA ERROR. Z obou stavů RX DATA i RX DATA ERROR je 
pak možné přejít do jakéhokoli stavu do něhož je možné přejít ze stavu  START OF 
PACKET. Takové stavy jsou další čtyři možné. Tři stavy pokrývají tři možné konce 
paketu, jsou to - TRI RRI, TRR EXTEND a EARLY END EXT. Čtvrtým možným 
stavem je EARLY END, z tohoto stavu lze pak přejít okamžitě do stavu nečinnosti či 
případně do stavu konfigurace linky pokud jsou přijaty znaky /D21.5/ či /D2.2/. 
Proto aby bylo možné vyhodnotit do kterého stavu, který nese informaci o 
zakončení paketu, automat přejde je potřeba výstup přijímače opozdit oproti vstupu o 
dva takty hodinového cyklu, neboť je potřeba znát při zápisu znaku /T/ ( end of packet) 
na výstupu přijímače další dva znaky jež budou po tomto znaku následovat a mohl být 
nastaven správný stav automatu. 
Jestliže je konec paketu zakončen posloupností znaku /T/R/K28.5/ jedná se o 
standardní zakončení paketu a automat přejde do stavu TRI RRI z kterého pak při 
příjmu znaku /K28.5/ přechází do stavu RX K. Pokud není zachycena sekvence konce 
paketu a je pouze zachycena sekvence nečinného stavu ( /K28.5/D/K28.5/) či 
konfiguračního stavu ( /K28.5//D21.5/ či /D2.2//D0.0/) přechází automat do stavu 
EARLY END a do výstupní proměnné Rx_err je zapsána chyba. Pokud je konec 
indikován posloupností znaků /T/R/R/ dalším stavem je TRR EXTEND, do výstupní 
proměnné Rx_err je zapsána chyba a do výstupních dat je zapsána hodnota 0Fhex, pokud 
/R/R/R/ pak je dalším stavem EARLY END EXT a do výstupní proměnné Rx_err je 
zapsána chyba. 
Oba stavy TRR EXTEND a  EARLY END EXT mají stejné možnosti pokračování 
v následujících stavech automatu. Pokud následuje znak ( po posloupnostech jež byly 
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výše posány) /R/ znamenáto přechod do stavu TRR EXTEND, v případě znaku /K28.5/ 
je dalším stavem TRI RRI. V případě následujícího znaku /S/ pak nastává stav 
PACKET BURST RRS, při kterém je do výstupní dat zapisován symbol 0Fhex, jakmile 
pak dojde znak /S/ přechází se z tohoto stavu na stav START OF PACKET. Pokud 
následuje za posloupností jakýkoli jiný znak, pak je dalším stavem EXTEN ERR při 
kterém se do výstupních dat zapisuje symbol 1Fhex . Ze stavu EXTEN ERR je možno 
přejít do jakéhokoli stavu do něhož je možné přejít ze stavů TRR EXTEND a  EARLY 
END EXT, dále pak do stavu START OF PACKET v případě, že je obdržen znak /S/, 
případně do stavu RX K je-li obdržen znak /K28.5/. 
2.4 Automatická vyjednávací jednotka 
Automatická vyjednávací jednotka je rozdělena na dva stavové automaty, jeden řídící 
jenž zajišťuje průběh konfigurace linky a poskytuje řídící signál xmit, na základě něhož 
jsou vysílač a přijímač uvědomněny o konfiguraci, úspěšném dokončení konfigurace a o 
připravenosti linky zasílat a přijímat data. Druhý automat je pak důležitý pro kontrolu 
parametrů linky zasílaných nižší vrstvou, na základě výsledků jež pomocí proměnných 
poskytuje automat řídící jednotce je možné postoupit v konfiguraci a následně ustanovit 
linky jako schopnou přenášet data. 
2.4.1 Řídící automat vyjednávacího jednotky 
Vstupní signály řídící jednotky jsou mr_an_enable a mr_main_reset, jedná se pouze o 
povolovací a resetovací signály. Nejdůležitější je ovšem výstupní signál xmit 
 
Obr. 2.5: Stavový diagram řídícího automatu vyjednávací jednotky. 









poskytovaný pouze touto jednotkou. Dalším velmi důležitým signálem je pak výstupní 
registr tx_Config_reg, jenž posílá nižší vrstvě parametry linky jež obdržel. 
Počátečním stavem automatu je stav AN ENABLE (viz. obr. 2.5), jestliže je signál 
mr_an_enable ve vysoké úrovni, pak je povolena konfigurace, xmit je nastaven jako 
B5hex, tx_Config_reg je vynulován a dalším stavem je AN RESTART. Pokud je ovšem 
signál mr_an_enable v logické 0 je xmit nastaven jako BChex, což značí stav nečinnosti. 
Pokud je nastaven signál mr_an_enable do nuly, přechází stav AN ENABLE do stavu 
AN DISABLE LINK OK, ve kterém se nastaví xmit do 55hex a tedy k zasílání dat. 
Stav AN RESTART volně přechází do stavu ABILITY DETECT po přetečení 
čítače s názvem link_timer ( doba přetečení za 10 ms). Xmit je stále nastaven na 
konfiguraci a tx_Config_reg je nulován. 
Stav ABILITY DETECT ukládá do tx_Config_reg parametry linky jež byly přijaty 
od nižší vrstvy pomocí registru rx_Config_reg. Jestliže je splněna podmínka ability 
match pak stav přechází do stavu ACKNOWLEDGE DETECT, který nastavuje 
takzvaný ack ( potvrzující bit) bit v tx_Config_reg ( jedná se o 14. bit). 
Pakliže jsou splněny další dvě podmínky acknowledge match a consistency match 
pak přechází stav ACKNOWLEDGE DETECT do stavu COMPLETE 
ACKNOWLEDGE, pokud nejsou splněny pak přechází do stavu AN ENABLE. 
COMPLETE ACKNOWLEDGE spouští znovu link_timer, jakmile přeteče, přechází 
automat do stavu IDLE DETECT v němž je potřeba splnit podmínku pro idle match, 
aby bylo možno postoupit do stavu LINK OK a začít posílat data. 
Od stavu  ACKNOWLEDGE DETECT níže je ve všech stavech možnost okamžitě 
přejít do stavu AN ENABLE jestliže ability match je v logické 1 a přijatý registr 
rx_Config_reg je nulový.   
2.4.2 Automat kontroly parametrů linky 
 
Obr. 2.6: Stavový diagram automatu pro potvrzení parametrů linky. 
IDLE MATCH 0 
ABILITY MATCH 0 
ACKNOWLEDGE MATCH 0 
ACKNOWLEDGE MATCH 1 
ABILITY MATCH 1 
ABILITY MATCH 2 
ACKNOWLEDGE MATCH 2 
IDLE MATCH 1 
IDLE MATCH 2 
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Pro proces konfigurace linky je naprosto nezbytné, aby byla dodržena konvenční 
procedura potvrzení parametrů linky. Procedura sestává ze čtyř částí. První část ability 
detect sestává z detekce tří po sobě jdoucích dat, která náleží rx_Config_reg registru a 
mají stejný obsah. Druhá část acknowledge detect má za úkol detekovat tři po sobě 
jdoucí příjmy rx_Config_reg registru se stejnými parametry, ale tentokrát musí být 
ACK bit registru ( 14. bit) nastaven do úrovně logické 1. Třetí část sestává z detekce 
consistence dat, přijímaný registr rx_Config_reg musí třikrát po sobě obsahovat stejné 
parametry linky jako byla parametry při příjmu v části ability detect. Poslední část pak 
má za úkol detekovat třikrát po sobě nečinný stav. Jako indikátor zápisu nově 
příchozího registru rx_Config_reg slouží signál RUDI, tento signál také slouží k 
identifikaci přijímaného nečinného stavu. 
Nastíněnému procesu konfigurace linky odpovídá i stavový automat pro potvrzení 
parametrů linky (viz. obr. 2.6). Ze stavu ABILITY MATCH 0 je možno se dostat pouze 
při prvním příjmu dat jež náleží registru rx_Config_reg, jestliže jsou pak přijata další 
data jež se shodují s předešlými je možné se dostat do stavu ABILITY MATCH 2, 
pokud se ovšem neshodují je potřebné se vrátit na začátek procesu ability detect. V 
případě že je přijat třetí po sobě jdoucí registr rx_Config_reg se stejnými parametry je 
podmínka ability detect splněna, uloží se podoba přijatého rx_Config_reg pro zpětnou 
kontrolu při procesu cosistency detect, do stavů ABILITY MATCH již není možno se 
vracet. Podobně fungují i stavy ACKNOWLEDGE MATCH při nichž se kontroluje 
zejména 14. bit registru rx_Config_reg (ale také konzistence dat, registr je stále shodný 
s registrem dříve přijímaným) a IDLE MATCH. 
2.5 Doplňkové moduly 
2.5.1 Modul doplňující vysílač 
Samotný stavový automat pro vysílání dat 
potřebuje pomocný ( doplňující) automat. Tento 
automat má za úkol obohatit zasílaná data v ethernet 
rámci o preambuli jež se skládá ze sedmi bajtů 
složených ze znaků 55hex a jednoho bajtu se znakem 
D5hex, spočítat cyklické zabezpečení CRC32 z 
vysílaných dat a připojit těchto 32 bitů za odeslaná 
data. 
Vstupními signály automatu jsou data, logický 
signál informující o validitě dat a také logický signál 
jež informuje o případné chybě v datech. Podobné 
složení je možno pozorovat i na výstupu automatu, 
pouze obohaceném o signál ACK jenž má za úkol 
plnit zpětnou vazbu pro aplikaci zasílající data a 
informovat ji o připravenosti vysílače. 
Jestliže nejsou vysílána data je automat v 
nečinném stavu IDLE (viz. obr. 2.7). Pokud ovšem 
dojde k přechodu signálu validity dat z nízké do  









vysoké úrovně, přechází automat do stavu PREAMBLE 0, kdy se vysílá první bajt 
preambule ( aplikace zatím na sběrnici drží první bajt dat, neboť neobdržela ACK 
signál). Tímto způsobem se v dalších stavech PREAMBLE odvysílá celá preambule 
zprávy a v posledním stavu PREAMBLE 7 se odešle aktivní signál ACK, neboť je 
možno již posílat další bajty dat, zároveň také začíná vypočet cyklického zabezpečení 
CRC32. Jakmile dojde opět k přechodu signálu validity dat z vysoké do nízké úrovně, je 
na konec zprávy přidán po bajtech výsledek CRC32. O poslední krok se tedy starají 
čtyři stavy CRC0 až CRC4. 
2.5.2 Modul doplňující přijímač 
Stejně tak i přijímače potřebuje pomocný 
automat, který ošetří jisté náležitosti u přijatých dat. 
Je potřeba opět zbavit data 8 bajtové preambule a 
zejména provést kontrolu cyklického zabezpečení 
CRC32, zda-li nedošlo při přenosu dat k chybě. 
Vstupními signály automatu jsou data, dále pak 
logický signál informující o platnosti dat a také 
logický signál jenž informuje o možné chybě v 
datech. Podobné složení je možno pozorovat i na 
výstupu automatu. Výstupní data musí být zpožděna 
vůči vstupním datům o čtyři hodinové takty, aby 
bylo možno v případě přechodu signálu platnosti dat 
z vysoké úrovně do nízké úrovně oddělit od dat 
cyklické zabezpečení. 
Obr. 2.8: Stavový diagram. 
Počátečním stavem automatu je stav nazvaný WAITING (viz. obr. 2.8), kdy 
automat čeká na příchod dat (zejména na příchod aktivní úrovně signálu validity dat) a 
tedy začátek preambule, aby mohl postoupit do dalšího stavu. Stav PREAMBULE05  
ověřuje zda-li je stále přítomna preambule ve vstupních datech ( detekuje alespoň 5 
znaků 55hex). Stav CRC START detekuje znak D5hex aby bylo možné korektně zahájit 
iniciaci CRC32 kalkulátoru ( CRC32 kalkulátor musí být resetován jeden hodinový takt 
předtím než je na výstup zapsán znak D5hex). Ve stavu DATA jsou sou přenášena 
vstupní data na výstup se zpožděním čtyř hodinových taktů. Jakmile dojde k přechodu 
signálu platnosti dat z vysoké úrovně do nízké úrovně je přenos dat ukončen, zároveň 
také výpočet zabezpečení CRC32 v následujícím kroku CRC STOP je vyhodnoceno 
zda-li se přijatý kód náležející zabezpečení shoduje s vypočteným cyklickým 
zabezpečení. 
2.5.3 8/10B kodér a 10/8B dekodér 
Bloky kodéru a dekodéru slouží k převodu dat z 8 bitových symbolů na 10 bitové 
symboly a zpět. Vždy jsou pak pro překlad 8 bitového slova dvě možné varianty 10 
bitového slova, která varianta překladu bude použita závisí na výsledku vyhodnocované 








Tab. 2.2: Tabulka převodu 8 bitového symbolu na 10 bitový symbol. 
Znak Hodnota hex 8 bit slovo 10 bit slovo - 10 bit slovo + 
D0.0 00 0000 0000 100111 0100 011000 1011 
D1.0 01 0000 0001 011101 0100 100010 1011 
D2.0 02 0000 0010 101101 0100 010010 1011 
D3.0 03 0000 0011 110001 1011 110001 0100 
D4.0 04 0000 0100 110101 0100 001010 1011 
D5.0 05 0000 0101 101001 1011 101001 0100 
D6.0 06 0000 0110 011001 1011 011001 0100 
D7.0 07 0000 0111 111000 1011 000111 0100 
D8.0 08 0000 1000 111001 0100 000110 1011 
D9.0 09 0000 1001 100101 1011 100101 0100 
 
Převodem je tedy možné, pro každý 8 bitový symbol definovat dva nové 10 bitové 
symboly s vyváženým poměrem nul a jedniček, jde o rozšíření z 256 znaků na 1024 
znaků (teoreticky, neboť všechny znaky nejsou použity).  
Hlavním důvodem převodu je ovšem optimální (rovnoměrné) rozložení jedniček a 
nul v bitovém toku, tak aby byla pokud možno eliminována stejnosměrná složka ve 
vysílaném signále. Pokud by například byly logické úrovně definovány pro rozsah 
±3.3V, měla by hodnota 00hex střední hodnotu -3.3V, naopak dle tabulky 2.2 lze vidět, 
že po převodu na 10 bitové symboly je počet nul a jedniček vyrovnaný a střední 
hodnota by se rovnala 0V.   
2.5.4 Serializér/Deserializér  
Obecný případ jednoduchého serializéru může vypadat například tak jak je naznačeno 
na obr.2.9. 
 
Obr. 2.9: Obecné schéma jednoduchého serializéru.  
Vstupní data jsou označena DINx, ty jsou přiváděna na vstup klopných obvodů, 
které jsou řízeny hodinovým kmitočtem, který odpovídá době jednoho bitu, neboť s 
každým taktem hodin se na výstupu SROUT objeví postupně jeden bit z původního 
bajtu. Jakmile je i bit DIN7 na výstupu SROUT, může být přenesen další bajt dat na 
vstupy klopných obvodů. Hodinový signál CLK by tedy měl být osmkrát rychlejší než 
 22 
hodinový signál řídící příchod paralelních dat. Deserializér pak může fungovat podobně 
s tím rozdílem, že vstupem dat by byl vstup D0 prvního registru zleva a výstupy 
paralelních dat by byly výstupy všech registrů po načtení a překopírování všech bitů 
bajtu. 
2.5.5 GTP Transceiver 
V projektu v projektu byly bloky kodéru/dekodéru a serializéru/deserializéru pro vysílač 
a přijímač implementovány skrze IP jádro GTP transceiver dostupné v programu pro 
návrh algoritmů ISE (FPGA Features and Design → IO Intefaces → Spartan FPGA 
GTP Transceiver Wizard). 
 
Obr. 2.10: Základní nastavení GTP transceiveru v gtp_wizardu. 
Správné nastavení GTP transceiveru je v iniciačním prostředí wizardu rozloženo na 
11 kroků, na obr.2.10 je vidět základní parametry transceiveru, který musí přenášet 
1.25Gbps s referenčním hofinovým signálem o frekvenci 125 MHz, je požito 8B/10B 
kódování a vstupní data mají šířku 8 bitů. Další kroky pak umožňují volit, které 
nepovinné vstupy a výstupy má blok obsahovat, jakou binární formu má základní příkaz 
K28.5 a například i možnost přemostit 8B/10B kodér. 
 
Obr. 2.11: Blokové schéma GTP vysílače. 
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Na obr.2.11 lze vidět blokové schéma vysílače GTP transceiveru. Vstupní data 
jdou z SGMII vysílače do FPGA TX rozhraní, následně jsou kódovány do 10 bitového 
tvaru a pomocí vyrovnávací paměti jsou data převedeny do části vysílače s jiným 
hodinovým signálem. Blokem kontroly polarity (4 = polarity kontrol) je možné ještě 
data invertovat a pomocí bloku PISO (6 = parallel in to serial out) převést na sériový tok 
dat. Konec vysílače tvoří nastavitelný budič linky, jedná se o vysokorychlostní 
proudový diferenční budič, který odesílá data fyzické vrstvě (7 = TX driver). 
 
Obr. 2.12: Blokové schéma GTP přijímače (převzato z *). 
Obr. 2.12 naopak zobrazuje přijímač GTP transceiveru. Většina hlavních bloků 
odpovídá inverzním operacím oproti vysílače GTP transceiveru(SIPO - převádí sériový 
tok na paralelní, 10B/8B dekodér). 
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3 SIMULACE FUNKČNOSTI 
Kapitola 3 popisuje simulace v prostředí programu ISE, pomocí takzvaných test bench 
skriptů, které mají ověřit funkčnost navržených procedur. 
3.1 Vysílač 
Hlavním cílem simulace je ověření funkčnosti tří základních stavů vysílače, to jest 
schopnost konfigurace (vysílání konfiguračního registru), nečinný stav a s tím 
související posloupnost znaků a hlavně zasílání dat. 
Ze simulací vyplynulo, že je výstupní data potřeba zpozdit oproti vstupní 
minimálně o tři hodinové cykly, neboť navržený automat reaguje na okamžitou změnu 
opožděně (mimo jiné je také dopředu vědět kdy paket, aby bylo možno na to reagovat 
korektně). Ovšem dalším ověřením bylo zřejmé, že nestačí konstantní zpoždění, nýbrž 
proměnné, které závisí na příchodu dat. Tento problém je způsoben sekvencí znaků, 
které definují nečinný stav. Vždy se musí opakovat dva znaky BChex a 50hex a zasílání 
dat může započít až potom co je odvysílán znak 50hex. Pokud tedy přijde signál validity 
dat v okamžiku kdy je tento znak vysílán je možné zpozdit výstupní data pomocí shift 
registru pouze o tři hodinové takty(jak je vidět na obr.3.1). Pokud ovšem přichází data v 
okamžiku vysílání znaku BChex(tedy prvního znaku nečinné sekvence) je nutno vstupní 
data zpozdit o čtyři hodinové takty. 
 
Obr. 3.1: Ukázka přenosu krátkého úseku dat. 
Z obr.3.1 jenž ukazuje přenos dat je vidět, že přenos dat je uskutečněn korektně, 
začátek výstupních dat začíná symbolem počátku paketu (FBhex), pokračuje 
ethernetovou peambulí, dále daty a končí znakem pro konec paketu (FDhex) a pro 
rozšířenou nosnou (F7hex). Před začátkem a za koncem paketu je zřejmé, že výstupní 
data obsahují sekvenci znaků pro nečinný stav BChex a 50hex. 
Na obrázku 3.2 je vidět postupný náběh automatu po zapnutí. Jako první musí 
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zareagovat vyjednávací jednotka a vyslat požadavek na konfiguraci pomocí proměnné 
xmit. Ihned po ní zareaguje řídící automat vysílače a z počátečního stavu tx_test_xmit 
se dostává do stavu tx_configuration, který následně donutí výkonnou jednotku 
automatu aby začala vysílat sekvenci pro konfiguraci při počátečním stavu 
configuration_c1a. Sekvence úvodu konfigurace je posloupnost znaků BChex a B5hex, jež 
je následována obsahem konfiguračního registru (tx_config_reg = FBDAhex)   
 
Obr. 3.2: Zachycený průběh konfigurace. 
3.2 Přijímač 
Cílem simulace přijímače bylo podobně jako v případě vysílače ověření funkčnosti tří 
základních stavů, to jest schopnost konfigurace (přijímaní konfiguračního registru a 
správné zasílání signálu RUDI), nečinný stav a s tím související posloupnost znaků a 
samozřejmě příjem dat a oddělení znaků pro řízení. 
 
Obr. 3.3: Průběh konfigurace na přijímací straně. 
Na obr.3.3 je vidět přechod automatu z nečinného stavu do stavu příjmu 
konfiguračního registru zasílaného fyzickou vrstvou. Data výstupu automatu jsou o dva 
takty hodinového cyklu zpožděny oproti vstupnímu signálu, jinak by automat reagoval 
okamžitě na příjem znaku B5hex po přijatém znaku BChex přechodem do stavu rx_cb. V 
dalších dvou stavech dochází k překopírování vstupních dat do konfiguračního registru. 
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Důležité je všimnout si signálu rudi, který nese informaci o přijímaných datech. Jestliže 
má signál hexadecimální hodnotu dva, znamená to, že byla registrována sekvence pro 
nečinný stav, jestliže pak nabývá hodnoty 3 znamená to, že byl přijat nový konfigurační 
registr. Tento signál je nezbytný pro vyjednávací jednotku, aby mohla posoudit kolikrát 
byl přijat registr se stejnými parametry linky. 
Důvod zpoždění dat o dva hodinové takty je důležitý, protože je potřeba sledovat 
sekvenci zakončení paketu, která může být až tři bajty široká. Existují pak čtyři možné 
sekvence zakončení. 
3.3 Vyjednávací jednotka 
Vyjednávací jednotku je potřeba podrobit zkoušce, zda-li je schopna dobře řídit vysílač 
a získávat informace od přijímače. Hlavním úkolem je samozřejmě automatické 
vyjednání parametrů linky. 
 
Obr. 3.4: Chování vyjednávací jednotky po startu. 
Na obr.3.4 je vidět chování vyjednávací jednotky ihned po startu. Ihned po startu 
přechází automat do stavu an_restart a začíná vysílat signál xmit s požadavkem na 
konfiguraci. Registr tx_config_reg je plný nul, proto až započne vysílač vysílat jeho 
hodnotu, bude i fyzická vrstva vědět, že má začít posílat parametry linky. Pro účely 
simulace je započetí vysílání parametrů zrychleno a tak po každém obdržení hodnoty 3 
u signálu rudi, může automat postoupit do dalšího stavu shody schopností linky (ability 
match). Jakmile je ability match hotov čeká automat ve stavu acknowledge_match0 na 
to až budou přicházet parametry i s nastaveným bitem ACK, poté automat opět po 
každém potvrzení od signálu rudi dochází opět k postupu k dalším stavům. Consistency 
match je možno vyhodnotit již na konci acknowledge match. Následné ověření 
nečinného stavu již pak čeká pouze na nečinný stav na lince (také se čeká na indikaci 
pomocí signálu rudi, tentokrát ovšem s hodnotou 2). 
K úplnému zplnomocnění linky pro komunikaci mezi dvěma stanicemi dojde až 
potom co se automat dostane do stavu link_ok. Aby bylo možné se do tohoto stavu 
dostat je nutné aby byla nastaven čtrnáctý bit vysílaného konfiguračního registru 
(tx_config_reg začíná čtyřkou), neboť poté začne fyzická vrstva zasílat také nastavený 
bit ACK a je možno dokončit stav potvrzení přijetí parametrů linky. Poté přejde 
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automat do stavu idle_detect a xmit zasílá požadavek na nečinný stav, po jeho ověření 
může konfigurace linky skončit a započít zasílání dat (xmit opět změní hodnotu). 
 
Obr. 3.5: Přechod automatu od restartu až po ustálenou linku. 
Na obr.3.5 jsou čitelně vidět pouze tři stavy před stavem link_ok, je to způsobeno 
tím, že v každém tom stavu je spuštěn linkový časovač a stav může skončit až po jeho 
přetečení. V rámci simulace bylo přetečení čítače urychleno, normálně ovšem činí 
přetečení 20ms. To znamená, že linka po zapnutí nebude schopna provozu dříve jak po 
60ms. 
3.4 Podpůrný blok vysílače 
Podpůrný blok vysílače má dva hlavní úkoly, přidat k datům preambuli a po přeposlání 
dat k nim ještě přidat cyklické zabezpečení jež také vypočte. 
 
Obr. 3.6: Zachycení přidání preambule toku dat. 
Z obr. 3.6 je vidět, že znak preambule 55hex je přítomen ve výstupních datech již 
před začátkem vysílání, tato skutečnost by ale neměla být na škodu, neboť vysílač bude 
reagovat na data pouze v případě jejich validity, k tomu dojde až signál tx_dv_out 
přejde do logické jedna. Od tohoto přechodu následuje sedm taktů hodinového 
kmitočtu, kdy je vysílán znak 55hex , poté dojde k odvysílání znaku D5hex a následnému 
kopírování dat do z vstupu na výstup. I když je signál validity vstupních dat aktivní již 
několik taktů dopředu neznamená to, že na vstupu jsou platná data, platná data začnou 
přicházet až po odvysílání potvrzení (signál tx_ack_out) připravenosti automatu (po 
odeslání preambule). 
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Na obr. 3.7 je zachycen konec zasílaného paketu. Lze si povšimnout, že za původní 
vstupní data jsou na výstupu přidány čtyři bajty cyklického zabezpečení. Výstupní 
signál validity dat je aktivní až po odvysílaní dat cyklického zabezpečení s hodnotou  
(7A D5 6B B3)hex. 
 
Obr. 3.7: Konec paketu a přidání cyklického zabezpečení. 
3.5 Podpůrný blok přijímače 
Podpůrný blok přijímače má dva hlavní úkoly, odebrat z dat preambuli a po přeposlání 
dat odebrat ještě cyklické zabezpečení jež také vypočte a zkontroluje jeho správnost. 
 
Obr. 3.8: Příchod paketu. 
Z obr.3.8 je patrné, že celý výstup je oproti vstupu  automatu zpožděn. Je to 
nezbytné pro detekci posledních čtyř bajtů cyklického zabezpečení (zpoždění je tedy o 
velikosti čtyř hodinových taktů). Ovšem na začátku paketu je také esenciální nastavit 
správně start kontrolního výpočtu tohoto zabezpečení. Jak je vidět restart kalkulátoru 
cyklického zabezpečení je potřeba provést těsně před začátkem paketu. Výstupní data 
již neobsahují preambuli. 
Na obr.3.9 je pak patrný konec paketu jakmile přejde vstupní signál validity dat do 
neaktivní nulové úrovně je již na výstupu automatu přítomný poslední bajt dat a 
kalkulátor cyklického zabezpečení již má k dispozici výsledek. Výsledek je pak potřeba 
uložit a porovnat s daty jež přišli v posledních čtyřech bajtech vstupních dat, jestliže 
není nalezena shoda objeví se puls v signálu d_err_out. 
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Obr. 3.9: Konec paketu. 
Hlavní přínos simulací spočívá v možnosti přehledného zhodnocení funkčnosti 
navrženého kódu a užitých algoritmů. Není nutné příliš kontrolovat kostru kódu, neboť 
chyby lze rychle ošetřit dle kladných či záporných výsledků. Kód má nejlepší 




4 BLOK DĚLENÍ A SLUČOVÁNÍ 
DATOVÉHO TOKU 
Tento blok má za úkol rozdělovat datový přicházející z primární strany na dva 
samostatné datové toky, které jsou potom odeslány na dva sekundární nezávislé datové 
spoje. Předpokládá se, že oba spoje mají přibližně poloviční přenosovou kapacitu 
(rychlost) i latenci. Zároveň je schopen datové toky přijímané z protější stanice sloučit 
tak, aby zůstalo zachováno pořadí vyslaných rámců. Navržený způsob implementace 
bloku umožňuje jednoduchou implementaci více metod určených k rozdělení datového 
toku po celých rámcích, které byly navrženy v [4].Všechny předpokládané metody 
využívají pro řízení procesu přepínání komunikaci obou protějších modulů 
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Obr. 4.1: Schéma bloku dělení a slučování datového toku 
Základní částí děliče a slučovače je blok pojmenovaný Transaktor, který má dvě funkce. 
Dokáže do datového toku vkládat speciální řídicí rámce VLAN určené výhradně pro 
vzájemnou komunikaci protějších stanic. VLAN rámce jsou zvoleny proto, že řada 
přenosových systémů dokáže prioritně přenášet VLAN rámce a tak lze zajistit korektní 
funkci rozdělování a slučování datových toků i v případě nekvalitního spojení či 
přetíženého spoje. Transaktor je zároveň schopen řídicí rámce z datového toku 
extrahovat (odstraňovat) tak, aby nepronikaly mimo samotný datový spoj. Obě funkce 
(vkládání i odstraňování) jsou nezávislé a o jejich řízení se stará nadřazený modul 
Kontrolér. Každé rozhraní MAC má svůj vlastní Transaktor. Výstup každého 
Transaktoru je připojen přímo na vstup příslušného bloku MAC. Vstupy Transaktorů 
jsou podle potřeby přepínány blokem MUX a DEMUX na jednotlivé výstupy bloků 
MAC. O řízení bloků MUX a DEMUX se stará Kontrolér. 
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Informace o požadavku na přepnutí linky získává Kontrolér dvěma způsoby. Pro 
vysílání (přenos dat z primární strany na dvě sekundární) sám monitoruje provoz (počítá 
celkovou délku přenesených rámců) a podle nastavené mezní hodnoty přenesených bytů 
přepíná DEMUX. Jakmile dojde k přepnutí přepínače DEMUX, jsou data směrována do 
druhé rozhraní. Zároveň blok Kontrolér vydá požadavek Transaktoru prvního rozhraní 
na vyslání speciálního řídicího rámce, který oznámí přepnutí protější straně. 
Při příjmu se Kontrolér řídí informacemi získanými z Transaktoru primárního 
MAC. Ten přijímá řídicí rámce z obou rozhraní (vysílané protějším Kontrolérem) a 
předává již vyextrahované řídicí informace Kontroléru. Ten na základě příjmu 
příslušného řídicího rámce provede přepnutí bloku MUX. 
Jednotlivá rozhraní pracují se stejnou nominální přenosovou rychlosti (na stejném 
taktovacím kmitočtu), ale přesná hodnota se vždy poněkud liší (vzhledem k výrobním 
tolerancím a dalším odchylkám), navíc není v čase stálá. Jde o typický případ 
plesiochronního systému (Plesiochronous system). Z tohoto důvodu je naprosto 
nezbytné, aby byly mezi jednotlivými bloky paměti FIFO. V případě navrženého 
systému, jak je zachycen na obr. 4.1. jsou tyto paměti součástí bloků MAC. Tyto paměti 
zároveň slouží jako vyrovnávací paměti, které na straně přijímače kompenzují rozdílnou 
latenci obou spojů. Velikost vyrovnávací paměti určuje maximální rozdíl přenosových 
dob dvojice „pomalých“ kanálů. Jelikož je tato paměť realizována přímo v FPGA 
pomocí blokových pamětí, je její velikost omezena na maximálně cca 500 kb, což 
odpovídá maximálnímu dovolenému rozdílu latence asi 1 ms. V cílové aplikaci se 
počítá se symetrickým přenosem oběma médii (duální kanál), který by měl vykazovat 






V práci se podařilo zpracovat obecnou teorii ethernetu, jež má úzkou návaznost na 
zadané téma a uvádí tak práci do kontextu komunikačního řetězce. Dále byla 
představena filosofie principielní jednotky rozhraní, tedy činnost samo-vyjednávání 
parametrů linky a výhody SGMII rozhraní. Stranou nezůstal ani pohled na zařazení 
projektu v rámci hardware pro který má sloužit. 
Dále se podařilo popsat stavové diagramy navržených automatů jež zahrnují 
stavový automat vysílače, přijímače, vyjednávací jednotky a pomocných automatů 
vysílače a přijímače. Základní stavové automaty pak vycházejí z normy popsané v [2], 
jsou ovšem již upraveny tak jak byly implementovány v jazyce VHDL. Nastíněn byla i 
funkce použitého IP jádra pro GTP transceiver a jeho možnosti. Implementace v jazyce 
VHDL v prostředí programu ISE byla také naplněna. 
V neposlední řadě byla ověřena funkčnost stavových automatů v simulačním 
prostředí programu ISE, pomocí test bench skriptů. Díky těmto simulacím bylo možno 
poměrně dobře a efektivně ladit vytvořené struktury stavových automatů a připravit tak 
kód pro finální zkoušku přímo v obvodu FPGA. 
Další možné pokračování práce by se mělo zaměřit na využití všech možných 
rychlostí jež jsou kompatibilní s rozhraním SGMII a na vyladění potřebného 
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SEZNAM SYMBOLŮ, VELIČIN A ZKRATEK 
 
ACK Acknowledgement, přijetí 
CRC32 Cyclic redundancy check, cyklický kód zabezpečení 
DA  Destination address, adresa příjemce 
FPGA Field-programmable gate array, programovatelný logický obvod 
FTP Foiled twisted pair, stíněná dvojlinka 
IP  Internet Protocol, internetový protokol 
ISO International Organization for Standardization, mezinárodní organizace  
  pro standardizaci 
L/T  Length/Type, délka/typ 
MAC Media Access Control, řízení přístupu k médiu 
MDI  Media dependent inteface, na médiu závislé rozhraní 
MII  Media independent interface, na médiu nezávislé rozhraní 
OSI Open Systems Interconnection, propojení otevřených systémů 
PISO Parallel in Serial out, paralelní vstup sériový výstup 
PRE  Preamble, preambule 
SA  Source address, adresa odesílatele 
SFD  Start of frame delimiter, start rámcového delimiteru 
SFP Small Form-factor Pluggable, optický vložný transceiver  
SGMII Serial gigabit multimedia independent interface 
STP Shielded twisted pair, stíněná dvojlinka 
TCP Transmission Control Protocol, protokol řízení přenosu 





A Schémata 36 
A.1 Schéma zapojení systému ....................................................................... 36 




A.1 Schéma zapojení systému 
 
 










DATA DATA ŘÍDÍCÍ A KONTROLNÍ JEDNOTKA 
FPGA PHY 
RJ-45 
RF 
modulátor 
RJ-45 
Ethernet 
 37 
 
