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ABSTRAK
Pengguna koneksi internet di suatu perusahaan seringkali mengakses alamat 
web yang tidak relevan dengan pekerjaannya pada jaringan komputer. Mikrotik 
merupakan perangkat router sekaligus sistem operasi yang dapat digunakan untuk 
melakukan berbagai fungsi routing serta mengatur lalu lintas data internet serta 
melakukan  pemfilteran  beberapa  aplikasi  yang  dapat  menggangu  konektifitas 
jaringan  computer  sesuai  dengan  aturan  yang  telah  ditetapkan  dan  disepakati 
bersama.
Untuk mengatasi akses web yang tidak relevan,maka dibangun keamanan 
jaringan menggunakan pemfilteran pada router mikrotik. Pengelolaan  jaringan 
lokal   (Local   Area   Network,   LAN)   merupakan   salah   satu  alternatif 
penyelesaian  masalah  supaya  didapatkan  layanan  yang  maksimal.  Teknik 
traffic  filtering merupakan  teknik  untuk  mengontrol  lalu  lintas  data  yang 
khususnya yang berupa alamat  web. pemfilteran   lalu  lintas   juga  dirancang 
untuk membentuk  lingkungan firewall.
Setelah  mengimplementasikan  teknik  traffic  filtering pada  alamat  web 
teknik ini berfungsi dengan baik untuk pembatasan hak akses internet.Solusi ini 
dilengkapi  dengan  intruction  detection  system  untuk  memberikan  informasi 
adanya suatu pelanggaran atau tidak dan radius untuk mengatur hak akses pada 
jaringan acces point.
Kata kunci  : Traffic filtering, Local Area Netwok, Mikrotik.
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BAB I
PENDAHULUAN
1.1 Latar Belakang
Perkembangan   dunia   telekomunikasi   saat   ini   sangat   pesat   seiring 
dengan peningkatan  kebutuhan  layanan  yang  cepat  dan  efisien.  Begitu  juga 
dengan komunikasi  data,  mulai  dari  koneksi  antar  dua  komputer  hingga 
jaringan komputer.  (Faulkner,  2001). Mikrotik Router adalah salah satu sistem 
operasi yang dapat digunakan sebagai router  jaringan  yang  handal, mencakup 
berbagai  fitur  lengkap  untuk  jaringan dan  wireless. Traffic filtering adalah 
teknik untuk mengontrol lalu lintas data yang diforward ke dalam  dari  sebuah 
jaringan  melintasi  router. Fungsi  ini melibatkan perancangan policy keamanan. 
(Mancill, 2002).      
Jaringan  yang  berbeda-beda  seringkali  memiliki  level  keamanan  yang 
berbeda  pula.  Pada   implementasinya   pemfilteran   lalu   lintas   data   dapat 
dirancang   untuk  membentuk   lingkungan   firewall.  Adapun   implementasi 
sederhana,  IP  filtering dapat berupa sebuah  rule access  list yang mengizinkan 
(“permit”)  atau  memblok  (“deny”)  tipe  data  tertentu  berdasarkan  IP  address 
sumbernya (Faulkner,2001).
Oleh  karena  itu  penulis  mencoba  untuk  mengimplementasikan,  dalam 
proyek  tugas  akhir  ini  dibangun  sebuah  rancang  bangun  keamanan  jaringan 
menggunakan pemfilteran pada OS mikrotik.
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1.2 RUMUSAN MASALAH
Berdasarkan  adanya  permasalahan  yang  dijabarkan,  maka  rumusan 
masalah  yang  didapat  antara  lain  bagaimana  membuat  keamanan  jaringan 
menggunakan pemfilteran pada OS mikrotik. Tahap utama teknik traffic filtering:
1. Rule access list yang mengizinkan  (permit).
2. Memblok (deny) tipe data tertentu berdasarkan IP address sumbernya.
1.3 BATASAN MASALAH
Adapun batasan masalah dari permasalahan di atas antara lain :
a) Rancang bangun kemanan jaringan dengan pemfilteran dibangun 
dengan OS mikrotik pada LAN.
b) Topologi jaringan yang digunakan adalah topologi star. 
c) Filterasasi hanya sebatas filterisasi web, tidak yang lainnnya.
d) Rancang  bangun keamanan  jaringan   ini  memberikan  gambaran 
sederhana mengenai teknik pemfilteran menggunakan traffic filtering. 
1.4 TUJUAN
 Adapun  maksud  dan  tujuan  dalam  rancang  bangun  Keamanan  Jarigan 
Menggunakan teknik traffic filtering Pada OS mikrotik adalah sebagai berikut :
a. Membuat jaringan LAN yang secure dengan menggunakan teknik traffic  
filtering.
b. Memberikan sebuah tambahan pengetahuan bagi user atau pengguna 
sehingga bisa bermanfaat. 
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c. Memberikan  motivasi  kepada  user  untuk  bisa  mempelajari  jaringan 
menggunakan OS mikrotik.
Selain itu  ada fitur-fitur  baru yang mempunyai  tujuan untuk meningkatkan 
produktivitas  pengguna  dan  membantu  mengembangkan  fungsi-fungsi  dasar 
menjadi fungsi yang lebih berdaya guna, mudah, serta cepat atau responsif.
1.5 MANFAAT
 Adapun manfaat yang ingin diperoleh dari pengerjaan tugas akhir ini adalah 
dapat  menjadi  salah  satu  referensi  sumber  ilmu  bagi  mahasiswa  yang  ingin 
menambah pengetahuannya dalam bidang pengembangan OS mikrotik.
1.6 SISTEMATIKA PENELITIAN
Sistematika pembahasan yang akan diuraikan dalam buku laporan proyek 
akhir ini terbagi dalam beberapa bab yang akan dibahas sebagai berikut :
BAB I PENDAHULUAN
Bab ini berisi tentang pendahuluan yang terdiri dari latar belakang, 
perumusan  masalah,  batasan  masalah,  tujuan  dan  sasaran, 
metodologi, serta sistematika pembahasan dari Proyek Akhir ini.
BAB II TEORI PENUNJANG
Bab  ini  membahas  mengenai  teori-teori  yang  berkaitan  dengan 
penyelesaian Proyek Akhir, yang didapatkan dari berbagai macam 
buku  serta  sumber-sumber  terkait  lainnya  yang  berhubungan 
dengan pembuatan Proyek Akhir ini.
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BAB III PERANCANGAN SISTEM
Pada   bab   ini   akan   menjelaskan   secara   lebih   mendalami 
mengenai  teknik traffic filtering dengan pada jaringan LAN. 
BAB IV IMPLEMENTASI
Bab ini membahas mengenai implementasi system
BAB V UJI COBA DAN ANALISIS
Bab ini menyajikan dan menjelaskan seluruh hasil dan analisis 
dalam pembuatan Proyek Akhir ini.
BAB VI PENUTUP
Bab ini berisi kesimpulan dari uji coba perangkat lunak, dan saran 
untuk  pengembangan,  perbaikan  serta  penyempurnaan  terhadap 
aplikasi yang telah dibuat.
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BAB I
PENDAHULUAN
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