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КРИМІНАЛЬНО-ПРАВОВА ОХОРОНА  
НАУКОВО-ТЕХНІЧНОЇ ІНФОРМАЦІЇ  
У СФЕРІ ОБОРОНИ КРАЇНИ 
Наукова-технічна діяльність відіграє важливу роль у сфері оборони країни, адже 
саме від її здобутків залежить модернізація технічного складу Збройних сил України, 
що, в свою чергу, впливає на ефективність проведення військових операцій. Указане 
підтверджується і доктриною державної політики з питань національної безпеки. 
Стратегія національної безпеки України, затверджена Указом Президента України «Про 
рішення Ради національної безпеки і оборони України від 6 травня 2015 року “Про 
Стратегію національної безпеки України”» [1] визначає, що одними із основних завдань 
підвищення обороноздатності держави є підтримка перспективних практично спрямо-
ваних наукових досліджень у сфері національної безпеки і оборони, модернізація і ви-
переджувальний розвиток оборонно-промислового комплексу, нарощування його ви-
робничих потужностей, вироблення озброєнь і військової техніки, конкурентоспромо-
жних на світовому ринку, імпортозаміщення та збільшення власного виробництва кри-
тичних комплектуючих і матеріалів. 
Поряд із цим відомості про новітні наукові розробки у сфері оборони можуть ста-
вати предметом злочинного впливу, у першу чергу з боку іноземних держав чи їх пред-
ставників. Кримінальний кодекс України (далі – КК України) в Особливій частині пе-
редбачає чотири склади злочинів, предметом яких може бути науково-технічна інфор-
мація у сфері оборони, яка залежно від ступеня її важливості для інтересів держави й, 
відповідно, ступеня державного захисту може набувати статусу державної таємниці або 
службової інформації. Так, КК України передбачено ст. 111 (державна зрада у формі 
шпигунства), ст. 114 (шпигунство), ст. 330 (передача або збирання відомостей, що ста-
новлять службову інформацію, зібрану у процесі оперативно-розшукової, контррозві-
дувальної діяльності, у сфері оборони країни) та ст. 422 (розголошення відомостей вій-
ськового характеру, що становлять державну таємницю, або втрата документів чи  
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матеріалів, що містять такі відомості). Законодавець розмежовує ці склади злочинів за 
різними складовими: об’єктом, об’єктивною стороною, суб’єктом та предметом. Зупи-
нимось детальніше на розкритті предметів цих складів злочинів, до кола яких і нале-
жить науково-технічна інформація у сфері оборони. 
В описі предметів злочинів, передбачених статтями 111, 114, та 422, законодавець 
зазначив, що такими є відомості, які належать до державної таємниці. Останньою від-
повідно до Закону України «Про державну таємницю» є вид таємної інформації, що 
охоплює відомості у сфері оборони, економіки, науки і техніки, зовнішніх відносин, дер-
жавної безпеки та охорони правопорядку, розголошення яких може завдати шкоди наці-
ональній безпеці України та які визнаються у порядку, встановленому цим Законом, 
державною таємницею і підлягають охороні державою. У цьому ж самому законодавчому 
акті у ч. 3 ст. 10 зазначається, що інформація вважається державною таємницею з моме-
нту опублікування Зводу відомостей, що становлять державну таємницю, до якого 
включено цю інформацію, чи змін до нього у порядку, встановленому цим Законом.  
У свою чергу, Звід відомостей, що становлять державну таємницю, затверджений 
наказом Служби безпеки України від 12.08.2005 № 440 «Про затвердження Зводу відо-
мостей, що становлять державну таємницю» [2], надає вичерпний перелік типів інфор-
мації, яка визнається державною таємницею, серед іншого у сфері оборони країни. Зок-
рема, до неї належить науково-технічна інформація про: 
− мету, напрями, науково-технічні ідеї, результати, можливість застосування (ре-
алізації) фундаментальних, пошукових прикладних наукових досліджень, спрямованих 
на підвищення обороноздатності держави (п. 1.9.1); 
− відкриття, винаходи, науково-технічні рішення, які можуть бути використані 
для потреб оборони держави і мають принципове значення для розроблення нових 
видів озброєння чи військової техніки (п. 1.9.2); 
− досягнення науки і техніки, напрями дослідження, результати науково-
дослідних або дослідно-конструкторських робіт, що дають змогу вдосконалювати 
озброєння чи військову техніку для потреб оборони (п. 1.9.3); 
− результати наукових досліджень або розробок щодо створення або модерніза-
ції комплектувальних виробів, зразків озброєння чи військової техніки, які покращу-
ють технічні характеристики цих зразків (п. 1.9.4.); 
− про результати науково-дослідних (дослідно-конструкторських) робіт, пов’-
язаних з розвитком, підготовкою, застосуванням, забезпеченням під час виконання бо-
йових завдань військових формувань, використанням перспективних систем (зразків 
озброєння, військової техніки) (п. 1.9.5.); 
− про нові технології створення (модернізації) зразків озброєння (військової те-
хніки) для потреб оборони, які спрямовано на поліпшення їх бойових можливостей або 
конструктивних (експлуатаційних) характеристик (п. 1.9.6.) тощо. 
Дещо іншого характеру відомості законодавець відніс до категорії службової нау-
ково-технічної інформації у сфері оборони, яка підпадає під кримінально-правову охо-
рону ст. 330 КК України. Так, відповідно до Наказу Міністерства оборони України від 
27.12.2016 р. № 720 «Про затвердження Переліку відомостей Міністерства оборони Ук-
раїни, які містять службову інформацію (ПСІ-2016)» [3] до цієї категорії належать відо-
мості про: 
− плани, напрямки та результати науково-дослідної та дослідно-
конструкторської роботи наукового підрозділу (п. 13.1); 
− наукові розробки щодо технологій подвійного призначення. (п. 13.10); 
− раціоналізаторські пропозиції, доробки та інші конструктивні зміни нетаєм-
них зразків озброєння та військової техніки, які підвищують їх тактико-технічні харак-
теристики. (п. 13.11) тощо. 
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Державна таємниця та службові відомості різняться за ступенем цінності для за-
безпечення національної безпеки країни й, відповідно, ступенем захисту з боку держа-
ви, що також впливає на порядок доступу до цієї інформації та її носіїв. 
Підсумовуючи викладене, вважаємо за можливе стверджувати, що науково-
технічна інформація у сфері оборони має важливе значення для військової безпеки Ук-
раїни, а її захист від злочинного посягання є одним із пріоритетних завдань держави. 
Список бібліографічних посилань  
1. Про рішення Ради національної безпеки і оборони України від 6 травня 2015 року 
«Про Стратегію національної безпеки України» : Указ Президента України від 26.05.2015 № 
287/2015 // База даних (БД) «Законодавство України» / Верховна Рада (ВР) України. URL: 
https://zakon.rada.gov.ua/laws/show/287/2015 (дата звернення: 08.02.2021). 
2. Про затвердження Зводу відомостей, що становлять державну таємницю : Наказ Слу-
жби безпеки України від 12.08.2005 № 440 // БД «Законодавство України» / ВР України. URL: 
https://zakon.rada.gov.ua/laws/show/z0902-05 (дата звернення: 08.02.2021). Втратив чинність. 
3. Про затвердження Переліку відомостей Міністерства оборони України, які містять 
службову інформацію (ПСІ – 2016) : Наказ М-ва оборони України від 27.12.2016 № 720 // Мініс-
терство оборони України : офіц. сайт. URL: https://www.mil.gov.ua/content/other/-






Леонід Володимирович МОГІЛЕВСЬКИЙ, 
доктор юридичних наук, професор, 
заслужений юрист України, 
проректор Харківського національного університету внутрішніх справ; 
ORCID: https://orcid.org/0000-0002-6994-6086 
НОРМАТИВНО-ПРАВОВІ СОЦІАЛЬНО-ПАРТНЕРСЬКІ 
АКТИ ЯК СТРУКТУРНІ ЕЛЕМЕНТИ СИСТЕМИ ДЖЕРЕЛ 
ТРУДОВОГО ПРАВА 
Однією з головних особливостей системи джерел трудового права, порівняно з 
джерелами інших галузей права, виступає те, що провідну роль у ній посідають такі її 
структурні елементи, як соціально-партнерські нормативно-правові акти. При цьому в 
більшості випадків на основі названих вище актів буде здійснюватися правове регулю-
вання виключно трудових і пов’язаних із ними правовідносин. Іншими словами, наяв-
ність соціально-партнерських актів у структурі системи джерел трудового права є ха-
рактерною особливістю цієї галузі права в цілому. Вищенаведене викликає необхід-
ність визначення сутності, ролі та місця соціально-партнерських нормативно-правових 
актів у структурі системи джерел трудового права України.  
Визначаючи сутність поняття «соціально-партнерський акт» як структурного 
елемента системи джерел трудового права, слід з’ясувати зміст кожного із його складо-
вих. За Великим тлумачним словником сучасної української мови: 1) «партнер»: компа-
ньйон, товариш у якій-небудь справі, в якому-небудь занятті; про державу, громадське 
угруповання, підприємство тощо, з яким здійснюється яка-небудь спільна діяльність; 
2) «партнерство»: положення партнера, того, хто бере участь із ким-небудь у спільній 
справі; узгоджені, злагоджені дії учасників спільної справи; взаємні відносини, контак-
ти держав, громадських угруповань, підприємств тощо, основані на взаємовигідності та 
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