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 Penggunaan teknologi informasi pada kegiatan studio foto dimaksudkan untuk membantu 
pekerjaan agar dalam menjalankan bisnis utama studio foto dapat memberikan pelayanan yang 
prima, sehingga dibutuhkan pengawasan terhadap teknologi informasi yang digunakan atau kontrol 
risiko karena teknologi informasi memiliki risiko yang dapat menimbulkan kerugian bagi 
perusahaan atau bisnis. 
 Penelitian ini dilakukan dengan memanfaatkan cara yang ada pada NIST Special 
Publication 800-30 Revision 1. NIST SP 800-30 ini khusus untuk melakukan penilaian risiko pada 
perangkat lunak yang masih dalam tahap pengembangan. Penilaian risiko yang dilakukan sesuai 
dengan NIST SP 800-30 yaitu dimulai dari identifikasi aset, identifikasi ancaman, identifikasi 
kerentanan, identifikasi kemungkinan, identifikasi dampak, dan identifikasi risiko. Penilaian risiko 
bertujuan untuk mengetahui tingkat risiko yang dimiliki, sehingga dapat dibuatkan rekomendasi 
penanggulangannya. 
 Penelitian ini akan menghasilkan nilai kualitatif dari ancaman, kerentanan, kemungkinan, 
dampak, dan risiko. Hasil akhir dari penilaian risiko yaitu level risiko atau nilai risiko dari setiap 
ancaman sehingga dapat diberikan rekomendasi penanggulangan untuk setiap risiko yang ada. 
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Bab ini berisi penjelasan umum mengenai usulan penelitian yang dilakukan dalam pengerjaan 
tugas akhir. Di dalamnya berisi latar belakang masalah, identifikasi masalah, tujuan tugas akhir, lingkup 
tugas akhir, metodologi yang digunakan dalam pengerjaan tugas akhir, dan sistematika penulisan 
laporan tugas akhir. 
 
1.1 Latar Belakang 
Kegiatan studio foto adalah aktivitas-aktivitas untuk melakukan sesi pemotretan dengan 
dukungan beberapa alat bantu sebagai kelengkapan dari sesi pemotretan dan dimaksudkan untuk 
melayani konsumen yang membutuhkan layanan fotografi. Bisnis studio foto merupakan bisnis utama 
yang dijalankan oleh perusahaan Papyrus Photo Bandung. Papyrus Photo saat ini banyak menggunakan 
teknologi informasi untuk mendukung berjalannya bisnis utama tersebut yang digunakan untuk 
mengolah data kegiatan studio foto seperti data transaksi kegiatan studio foto (pemesanan, pemotretan, 
penjualan, dan pencetakan), data persediaan, dan data keuangan. 
Teknologi informasi adalah suatu teknologi yang berhubungan dengan pengolahan data menjadi 
informasi dan proses penyaluran data/informasi tersebut dalam batas-batas ruang dan waktu. Teknologi 
informasi tidak hanya terbatas pada teknologi komputer (software & hardware) yang digunakan untuk 
memproses atau menyimpan informasi, melainkan juga mencakup teknologi komunikasi untuk 
mengirimkan informasi (Martin, 1999). Teknologi informasi biasanya digunakan untuk perusahaan 
untuk membantu dalam mengelola data. Pengelolaan data dilakukan untuk mengubah data, 
menambahkan data, menghapus data, dan mencari data yang diperlukan. Dengan teknologi informasi 
pengelolaan data akan lebih mudah dilakukan dan akan mempercepat pekerjaan. Tetapi beberapa 
perusahaan terkadang tidak peduli dengan risiko yang akan terjadi pada teknologi informasi yang 
digunakan. Menurut Prof. Dr. Ir. Soemarno, M. risiko adalah suatu kondisi yang timbul karena 
ketidakpastian dengan seluruh konsekuensi tidak menguntungkan yang mungkin terjadi. Risiko dapat 
menghambat berjalannya bisnis pada perusahaan sehingga menimbulkan kerugian bagi perusahaan. 
Perusahaan perlu mengidentifikasi, mengukur, mengevaluasi, dan mengatur seluruh 
kegiatannya agar berfungsi dengan efektif. Penggunaan teknologi informasi di perusahaan juga 
bermaksud untuk membantu pekerjaan agar dalam menjalankan bisnis utama studio foto dapat 
memberikan pelayanan yang prima, sehingga dibutuhkan pengawasan terhadap teknologi informasi 
yang digunakan atau kontrol risiko karena teknologi informasi memiliki risiko yang dapat menimbulkan 
kerugian bagi perusahaan atau bisnsis yang dijalankan dapat terhambat jika risiko tersebut tidak dikelola 
dengan baik. Dengan demikian, penentuan risiko dan level risiko akan mempermudah perusahaan dalam 





1.2 Identifikasi Masalah 
Berdasarkan latar belakang yang telah diuraikan sebelumnya, maka permasalahan yang akan 
dikaji dalam penelitian ini adalah bagaimana risiko yang dimiliki dapat diminamalisir. 
 
1.3 Tujuan Tugas Akhir 
 Tujuan dari penelitian tugas akhir yang dilakukan adalah menilai risiko teknologi informasi 
yang digunakan untuk mengolah data kegiatan studio foto dan membuat usulan penanggulangan risiko 
teknologi informasi. 
 
1.4 Lingkup Tugas Akhir 
 Lingkup tugas akhir ini berfokus pada penilaian risiko pada perangkat pengolah data kegiatan 
studio foto dengan memanfaatkan cara penilaian risiko yang ada pada NIST Special Publication 800:30 
Revision 1. Sedangkan, wilayah kajian tugas akhir adalah sebagai berikut: 
1. Studi kasus yang dijadikan fokus penelitian adalah teknologi informasi pada kegiatan studio 
foto Papyrus Photo Bandung.  
2. Teknologi informasi yang akan dijadikan objek penelitian yaitu perangkat lunak pengolah data 
kegiatan studi foto atau disebut dengan Aplikasi Ps-Nap. 
3. Metodologi yang digunakan untuk membuat rekomendasi penanggulangan dilihat dari NIST 
Special Publication 800:30 dalam melakukan mitigasi risiko. 
 
1.5 Metodologi Tugas Akhir 
Adapun metodologi yang digunakan dalam tugas akhir dapat dilihat pada Gambar 1.1 
Metodologi Penelitian adalah sebagai berikut: 
 





Berikut ini penjelasan dari Gambar 1.1 Metodologi Penelitian: 
1. Identifikasi masalah 
Menentukan atau mencari permasalahan dari hasil observasi di perusahaan yang bersangkutan 
untuk memberikan usulan penyelesaian. 
2. Pengumpulan data dilakukan dengan cara sebagai berikut: 
a. Wawancara  
Memperoleh data atau informasi untuk tujuan penelitian dengan cara tanya jawab sambil 
bertatap muka secara langsung antara penanya dan narasumber. 
b. Studi literature 
Mengumpulkan data-data atau sumber-sumber yang berhubungan dengan topic yang akan 
dijadikan objek tugas akhir. 
3. Analisis 
Menganalisis kekurangan-kekurangan sistem yang sudah ada agar dapat diketahui kebutuhan 
untuk perbaikan kedepannya. 
4. Penilaian risiko 
Melakukan penilaian risiko pada teknologi informasi di perusahaan. 
5. Mitigasi risiko 




1.6 Sistematika Tugas Akhir 
Berikut ini merupakan sistematika penulisan laporan tugas akhir : 
BAB 1 PENDAHULUAN 
Bab ini menjelaskan secara umum mengenai tugas akhir yang meliputi latar belakang masalah, 
identifikasi masalah, tujuan tugas akhir, lingkup tugas akhir, metodologi tugas akhir, dan sistematika 
penulisan. 
BAB 2 LANDASAN TEORI 
Bab ini menjelaskan teori-teori yang mendukung dan mendasari penulisan ini terkait dengan 
objek dan situasi yang diteliti. 
BAB 3 SKEMA ANALISIS 
Bab ini menjelaskan mengenai tahapan penelitian tugas akhir yang meliputi peta analisis, 
langkah analisis, dan analisis masalah. 
BAB 4 PENILAIAN RISIKO  
Bab ini menjelaskan analisis ancaman, kerentanan, dampak, risiko dan penilaian risiko dari aset 






BAB 5 REKOMENDASI PENANGGULANGAN 
Bab ini menjelaskan rekomendasi penanggulangan untuk meminimalisir risiko yang sudah 
ditentukan pada bab sebelumnya. 
BAB 6 KESIMPULAN DAN SARAN 
Bab ini mengemukakan kesimpulan yang diambil dari hasil penelitian tugas akhir yang sudah 
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