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Abstrakt: Człowiek od dawna stara się wykorzystywać różne rodzaje informacji dla 
zapewnienia sobie bezpieczeństwa. Projektując i konstruując  systemy informacyj-
ne, informacyjno-decyzyjne i działaniowe,  doskonali swój wewnętrzny (psycholo-
giczny) system informacyjno-decyzyjny. W tym kontekście coraz większego znacze-
nia nabiera system norm, wartości i postaw, który wyraża się w kulturze bezpie-
czeństwa. 
 W publikacjach dotyczących  bezpieczeństwa informacyjnego często zwraca 
się uwagę głównie na aspekty techniczne i formalne, podczas gdy badania empi-
ryczne wskazują, że w systemach bezpieczeństwa najsłabszym ogniwem jest czło-
wiek i jego kultura bezpieczeństwa. Nie można wykluczyć, że jest to pierwszy w na-
szym kraju artykuł traktujący o kulturze bezpieczeństwa informacyjnego. 
Abstract: Man has long been trying to use various types of information to ensure 
security, designing and constructing complex information, information and deci-
sion-making, behavioral systems. Along with the process, in this context system of 
norms, values and  attitudes is becoming increasingly. Publications about infor-
mation security often draw attention empirical studies security culture. It can not 
be excluded that this is the first paper in our country describing the culture infor-
mation security. 
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Rozdział 3. 
Psychospołeczne i prakseologiczne aspekty  
bezpieczeństwa informacyjnego 
Wprowadzenie 
 Od dawna człowiek starał się wykorzystywać różne rodzaje informacji 
dla zapewniania sobie bezpieczeństwa. Z czasem zaczął projektować i kon-
struować coraz bardziej złożone systemy informacyjne, informacyjno-
decyzyjne i działaniowe. Jednocześnie w procesie tym człowiek doskonalił 
siebie oraz swój wewnętrzny, psychologiczny system informacyjno-
decyzyjny. Znaczenie obu tych systemów, wewnętrznego – psychologiczne-
go i zewnętrznego – strukturalnego (oraz ich wzajemnej kompatybilności) 
będzie coraz bardziej doceniane w cywilizacji informacyjnej i w cywilizacji 
wiedzy. Tymczasem zaś trudno byłoby powiedzieć, że współczesny człowiek 
osiągnął już wysoki poziom rozwoju w zakresie umiejętności wyszukiwa-
nia, przetwarzania i efektywnego wykorzystania dostępnych mu informacji1, 
niezbędnych do coraz lepszego wykonywania codziennych zadań mających 
na celu doskonalenie jakości życia, efektywności pracy oraz osiągania wyż-
szego poziomu bezpieczeństwa. Niestety, prawie codziennie doświadczamy 
tego, że w różnych sytuacjach życiowych, np. w ruchu drogowym (ale nie 
tylko), bezrefleksyjne, emocjonalne zachowania zbyt często jeszcze przewa-
żają nad działaniami2 adekwatnymi do aktualnej sytuacji. Widać to szcze-
gólnie wyraźnie w sytuacjach trudnych, kryzysowych, kiedy to oprócz kwa-
lifikacji percepcyjno-recepcyjnych, decyzyjnych i działaniowych coraz więk-
szego znaczenia nabiera posiadany przez człowieka system norm, wartości 
i postaw, dających świadectwo poziomu i charakteru jego kultury bezpie-
czeństwa.  
 W kontekście analizowanych w artykule zagadnień warto zwrócić 
uwagę na zjawisko kultury bezpieczeństwa informacyjnego i jego element – 
kulturę informacyjno-komunikacyjną. Trudno byłoby powiedzieć, że w tym 
zakresie osiągnęliśmy już w Polsce zadowalający poziom rozwoju, nie tylko 
wśród zwykłych obywateli. Usprawiedliwieniem nie może być fakt, że 
w naszym kraju trudno byłoby wskazać instytucje zajmujące się tym pro-
blemem. Być może, nawet trudno byłoby wskazać publikacje naukowe po-
dejmujące tę problematykę. 
 Dynamiczny rozwój nowoczesnych technologii informatycznych przy-
czynia się do powstawania, a być może nawet poszerzania się luki między 
coraz bardziej złożonymi systemami informatyczno-informacyjnymi, ze-
wnętrznymi wobec człowieka, a jego wewnętrznym systemem informacyj-
nym. Względna kompatybilność między tymi systemami jest jednym 
z ważnych czynników efektywnego funkcjonowania podmiotów fizycznych 
                                                          
1 Współczesny człowiek częściej odczuwa nadmiar informacji niż ich brak. 
2 Najprościej biorąc działania tym różnią się od zachowań, że towarzyszy im refleksja. 





i prawnych w coraz bardziej złożonej rzeczywistości XXI w.3 „Nadążanie” 
współczesnego człowieka za tymi zmianami jest jednym z warunków po-
czucia podmiotowości człowieka i jego uczestnictwa w tworzeniu społeczeń-
stwa obywatelskiego.  
 Współcześnie bardzo złożone systemy informacyjne o różnym stopniu 
„przejrzystości” przenikają prawie wszystkie elementy tkanki społecznej 
tworząc jej swoisty „układ nerwowy”. Łączy on nie tylko grupy społeczne, 
społeczności lokalne, instytucje i organizacje, ale także obejmuje swym za-
sięgiem różne rodzaje środowisk bezpieczeństwa. W obrazowy sposób sta-
rano się to przedstawić na rysunku 1.  
Rysunek 1. Podmioty prawne i fizyczne i ich środowiska informacyjne wśród innych 
środowisk bezpieczeństwa 
 
 Warto jednak zauważyć, że współczesny człowiek funkcjonuje w swo-
istym „kokonie” informacji zapośredniczonej. Oprócz wartościowych infor-
macji stanowiących fundament niezbędny do budowania systemu wiedzy 
i mądrości człowieka, w „kokonie” tym mogą znaleźć się także nieadekwatne 
do rzeczywistości4 wyobrażenia, nastawienia, stereotypy i uprzedzenia. Mo-
gą one być przekazywane kulturowo z pokolenia na pokolenie, ale także 
mogą być kształtowane np. w przekazie medialnym. Życie dostarcza wielu 
przykładów ukazujących negatywny wpływ tych zjawisk na procesy per-
cepcyjno-recepcyjne i decyzyjne oraz na zachowania osób, grup społecz-
nych i całych społeczeństw5. Swoistą szczepionką utrudniającą rozpo-
wszechnianie się takich negatywnych zjawisk może być wyższy poziom kul-
                                                          
3 Jakość tego wewnętrznego „systemu” informacyjnego człowieka przejawia się w jego 
w kulturze informacyjno–komunikacyjnej, decyzyjnej i działaniowej. 
4 Może się w nim znaleźć także „wypełniacz” w postaci tzw. śmieci informacyjnych. 
5 Szczególnie wyraźnie jest to widoczne w związku z agresją Rosji na Ukrainę. 
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tury informacyjno-komunikacyjnej, czy też – szerzej biorąc – kultury bez-
pieczeństwa informacyjnego.  
Kultura bezpieczeństwa informacyjnego – pierwsze przybliżenie 
 Informacja i wiedza, razem z materią i energią oraz czynnikiem cza-
soprzestrzeni zaliczane są do podstawowych elementów rzeczywistości. 
Związek tych czynników z bezpieczeństwem człowieka i grup społecznych 
opisywany jest w niektórych pozycjach literatury przedmiotu6. Ryzykow-
nym byłoby jednak stwierdzenie, że wnioski wynikające z tych refleksji, 
wykorzystywane są w szerokim zakresie w działaniach służących zapew-
nieniu bezpieczeństwa człowieka, grup społecznych i całych społeczeństw. 
Dotyczy to także sfery bezpieczeństwa informacyjnego, która w XXI w.  
prawdopodobnie będzie odgrywała wiodące znaczenie wśród innych, 
przedmiotowych obszarów bezpieczeństwa7. Warto jednak zauważyć, że te 
podmioty, które charakteryzują się wyższym niż inne poziomem kultury 
bezpieczeństwa, a w niej odpowiednim poziomem kultury informacyjno- 
-komunikacyjnej, osiągają wyższy poziom bezpieczeństwa informacyjnego. 
Wiele przykładów wskazuje również na pozytywny wpływ tych czynników 
na inne, wspomniane już obszary bezpieczeństwa. Dzieje się tak dlatego, że 
podmioty charakteryzujące się wyższym poziomem kultury bezpieczeństwa 
informacyjnego lepiej rozumieją i doceniają związek między posiadaną przez 
nie informacją i wiedzą, a poziomem bezpieczeństwa. Ważne jest również to, 
że umiejętnie wykorzystują one ten rodzaj kwalifikacji w praktyce.  
 Wydawać by się mogło, że aby tak się działo wystarczy mieć dostęp 
do odpowiednich informacji. Nierzadko zapomina się jednak o tym, że dla 
bezpieczeństwa podmiotu niezbędny jest także odpowiedni poziom posia-
danej przez niego wiedzy oraz umiejętność jej wykorzystania do godziwych 
celów. Kiedy tak się dzieje, to osiąga się kolejny stopień „wtajemniczenia” 
jakiegoś podmiotu, jakim jest jego mądrość8. Obie te kategorie, czyli wiedza 
i mądrość, nie powinny więc być pomijane w dyskusjach o bezpieczeństwie 
informacyjnym.  
 Tymczasem zaś można mieć wrażenie, że w myśleniu o bezpieczeń-
stwie informacyjnym, ale także w podejmowanych działaniach w tym za-
kresie zdaje się dominować model behawioralny oraz wąskie rozumienie 
bezpieczeństwa jako braku zagrożeń.  
                                                          
6 J. Świniarski, O naturze bezpieczeństwa, Warszawa-Pruszków 1997; M. Cieślar-
czyk, Kultura bezpieczeństwa i obronności, Siedlce 2006, i inni. 
7 Chodzi m.in. o bezpieczeństwo ekologiczne i zdrowotne, ekonomiczne, polityczne, pu-
bliczne, militarne i inne. 
8 W tym kontekście nasuwa się pytanie: w jakim zakresie w systemie nauczania 
i kształcenia funkcjonują takie wartości, jak wiedza i mądrość? Na różnych szczeblach 
nauczania i kształcenia pojawia się bowiem, niczym swoisty wirus „zjawisko 3 Z”; 
Zobacz: M. Cieślarczyk, Zjawisko „3Z” a społeczeństwo wiedzy, [w:] B. Sitarska, K. 
Jankowski, R. Droba (red. nauk.), Wiedza, umiejętności, postawy a jakość kształcenia 
w szkole wyższej, Wydaw. AP, Siedlce 2009. 





Rysunek 2. Wąskie i szerokie myślenie o bezpieczeństwie 
 
 Nakłada się na to także – zresztą nie tylko w naszym kraju – dominacja 
technicznych i proceduralnych aspektów bezpieczeństwa informacyjnego, co 
powoduje, że bezpieczeństwo informacyjne jest czasami utożsamiane li tylko 
z bezpieczeństwem informatycznym. W systemach bezpieczeństwa i ich ele-
mentach, takich jak podsystem informatyczny, czy – szerzej biorąc – podsys-
tem informacyjno-decyzyjny, najsłabszym ogniwem jest najczęściej człowiek 
z jego kulturą informacyjno-komunikacyjną i kulturą bezpieczeństwa.  
 Wiele przykładów wskazuje na to, że w tzw. sytuacjach normalnych 
posiadana przez podmioty fizyczne i prawne informacja i wiedza oraz umie-
jętność ich wykorzystania w praktyce wpływa na jakość życia. Bez tego zaś 
trudno jest mówić o bezpieczeństwie w dłuższym wymiarze czasu, podobnie 
zresztą jak o zdolności danego podmiotu do permanentnego rozwoju. Jest to 
bardzo ważne, jako że dzięki rozwojowi podmiot staje się silniejszy. Jednak 
nie tylko. Równolegle bowiem z dbałością o rozwój towarzyszy podmiotowi 
myślenie prospektywne, jako niezbędny element myślenia strategicznego i – 
szerzej biorąc – jego kultury strategicznej. Trudno byłoby powiedzieć, że 
w tym zakresie niewiele już mamy do zrobienia w naszym kraju.  
Rys. 3. Znaczenie kultury bezpieczeństwa informacyjnego dla bezpieczeństwa ekolo-
gicznego i zdrowotnego podmiotów 
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 W tym miejscu trzeba podkreślić, że wspomniany wyżej rodzaj specy-
ficznych kwalifikacji człowieka i grup społecznych, jakim jest ich kultura 
bezpieczeństwa informacyjnego, ma szczególne znaczenie w sytuacjach 
trudnych, kryzysowych. Wtedy bowiem nierzadko decyduje się „być albo 
nie być” danego podmiotu. Ważną rolę odgrywa wówczas budowany przez 
pokolenia swoisty rodzaj potencjału informacyjnego, jakim jest wiedza 
i mądrość. To w dużym stopniu dzięki wiedzy i mądrości podmioty fizyczne 
i prawne są w stanie przetrwać trudne sytuacje ponosząc przy tym jak 
najmniejsze koszty9. Dzieje się tak wtedy, kiedy w oparciu o wiarygodne in-
formacje staraliśmy się przewidywać rozwój sytuacji i odpowiednio przygo-
towywać się do ich wystąpienia. Ważne jest również to, żeby korzystając 
z takich doświadczeń cały czas rozwijać się. W modelu idealnym uwzględ-
nia się nawet rozwój zrównoważony. Jednak w praktyce zazwyczaj bywa 
inaczej. Bowiem co pewien czas życie dostarcza całej gamy różnych pro-
blemów, które zrównoważonemu rozwojowi nie służą. Zazwyczaj są to pro-
blemy pojawiające się zarówno wewnątrz podmiotu, ale i w jego otoczeniu, 
a więc w relacjach z różnymi rodzajami środowisk bezpieczeństwa przed-
stawionymi na rysunku 1.  
 Jednymi z trudniejszych zadań, z którymi przyjdzie nam się zmierzyć 
w najbliższych dziesięcioleciach, prawdopodobnie będą różnorodne proble-
my w sferze bezpieczeństwa informacyjnego. Wymagają one od wszystkich 
uczestników życia zbiorowego wysokiego poziomu kultury informacyjno-
komunikacyjnej i kultury bezpieczeństwa informacyjnego. Wiele przykładów 
wskazuje na potrzebę poświęcenia tym problemom większej uwagi niż do-
tychczas, zaczynając od polityków i administracji wszystkich szczebli, 
a kończąc na przysłowiowym Kowalskim. Bowiem w XXI w. za dynamicz-
nymi zmianami środowisk bezpieczeństwa, szczególnie zaś środowiska in-
formacyjnego, nie nadążają: 
a) wyobraźnia i wiedza współczesnego człowieka dotycząca istoty 
i znaczenia środowiska informacyjnego, w tym także rozumienia zna-
czenia informacji, wiedzy i mądrości dla bezpieczeństwa człowieka; 
b) sposoby myślenia o bezpieczeństwie, w tym także o bezpieczeństwie 
informacyjnym; 
c) sposoby odczuwania bezpieczeństwa i przeżywania różnych sytuacji, 
a w nich wyzwań, szans i zagrożeń, także w sferze bezpieczeństwa in-
formacyjnego; 
d) adekwatne do sytuacji zachowania, działania i współdziałania zwią-
zane z mądrym i efektywnym posługiwaniem się informacją, czyli jej 
pozyskiwaniem, przetwarzaniem i wykorzystaniem dla potrzeb szero-
ko rozumianego bezpieczeństwa człowieka i grup społecznych. 
                                                          
9 Chociaż wcześniejsze doświadczenia historyczne ukazują, jak wiele mamy jeszcze w tym 
zakresie do zrobienia, to jednak wiele przykładów z ostatnich dekad XX w.  może wskazy-
wać, że ten rodzaj zaległości odrabiamy w naszym kraju dość skutecznie w przyśpieszonym 
tempie. 





 Są to ważne elementy kultury bezpieczeństwa informacyjnego czło-
wieka, grup społecznych, instytucji i organizacji. W dalszej części artykułu 
skupimy głównie uwagę na tych elementach kultury bezpieczeństwa infor-
macyjnego, które oznaczono symbolami a i b. Nie mniej jednak spróbujemy 
się także odnieść do zagadnień zawartych w punkcie d.  
Zacznijmy od podstawowych pojęć 
 Analiza literatury przedmiotu pozwala zauważyć, że nie istnieje jedna 
definicja informacji. Sytuacja ta nie ułatwia zrozumienia tego, czym jest in-
formacja i wiedza, a tym bardziej, co kryje się pod pojęciem mądrość. Nie 
oznacza to jednak, że prób takich nie należy podejmować. Wykorzystamy 
do tego celu modele przedstawione na rysunku 4.  
Rysunek 4. Modele przydatne do opisywania i wyjaśniania. 
Źródło: opracowanie własne 
 
 Poszczególne dziedziny wiedzy różnie opisują pojęcie informacji dla 
własnych potrzeb. W sensie filozoficznym informacja może być określana 
jako treść związku między współdziałającymi obiektami materialnymi, prze-
jawiająca się w zmianie stanu tych obiektów10. Informację możemy trakto-
wać również jako takie powiązanie między stanami rzeczywistości lub zda-
rzeniami, które przejawia się przez współzależność zmian nieokreśloności. 
Pojęcie nieokreśloności jest zatem kluczem do zrozumienia pojęcia informa-
cji, jako jego główna cecha, chociaż nie jedyna. W konkretnych sytuacjach, 
zwłaszcza w układach informacyjnych stworzonych przez człowieka, za-
chodzi konieczność rozważenia też takich cech informacji, jak jej treść 
i wartość użytkowa. W układach informacyjnych niższego szczebla rozwo-
ju, fizycznych lub nawet biologicznych, pojęcia te nie zawsze mają sens, 
a więc nie są one z pojęciem informacji związane w sposób nieodłączny. 
                                                          
10 J.L. Kulikowski, Informacja i świat w którym żyjemy, Warszawa 1978, s. 42. 
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Trudno natomiast byłoby przytoczyć przykłady informacji, która nie wiąza-
łaby się ze zmianą tak lub inaczej rozumianej nieokreśloności wyboru zda-
rzeń. Nieokreśloność należy tu rozumieć szeroko, jako szczególną własność 
zbiorów zdarzeń, które mogą zachodzić w świecie materialnym. Jest to wła-
sność obiektywna, bo w istocie rzeczy zależna od obiektywnie istniejącego 
świata, ale i względna, bo zawdzięcza swą postać punktowi widzenia ob-
serwatora. Ani nieokreśloności, ani informacji nie wiążemy z zawartością 
treściową zaobserwowanego zdarzenia. Informacja, czyli odwzorowanie jed-
nych zjawisk lub procesów w innych, powodujących zmianę ich nieokre-
śloności, jest właściwością świata materialnego, występującą na wszystkich 
szczeblach jego organizacji.  
 Na wyższych szczeblach organizacji materii procesy informacyjne wią-
żą się dodatkowo z celowym przekazywaniem określonego znaczenia, będą-
cego przedmiotem zainteresowania odbiorcy. Tę właściwość informacji od-
zwierciedla pojęcie wiadomości. Każdy odbiorca wiadomości, zależnie od 
swej wiedzy i zainteresowań dysponuje własną relacją współuporządkowa-
nia wiadomości zarówno ze względu na ich nieokreśloność, jak i ze względu 
na wartość użytkową. Oba rodzaje uporządkowania są na ogół od siebie 
niezależne. Zachodzi tu interesujące zjawisko: to samo wyrażenie może 
przynosić dla jednego odbiorcy inną wiadomość niż dla kolejnego, gdyż 
musi być rozważane w kontekście innego lub inaczej uporządkowanego 
zbioru możliwych do odebrania treści. 
 Z punktu widzenia odbiorcy czynnikiem bardzo istotnym jest komu-
nikatywność wyrażenia kodowego lub adekwatność sygnału do możliwości 
jego odbioru. Są to istotne elementy kultury informacyjno-komunikacyjnej. 
W praktyce może się zdarzyć, że wyrażenia przenoszące tę samą wiado-
mość, a więc dla określonego odbiorcy mające pozornie tę samą wartość 
użytkową, nie są jednakowo przydatne dla odebrania wiadomości ze wzglę-
du na nieprzystosowanie odbiorcy do reagowania na określone typy wyra-
żeń lub ze względu na nieznajomość reguł kodu. Treść zawarta w tych wy-
rażeniach nie będzie w tym przypadku odczytana, a wartość użytkowa nie 
zostanie zrealizowana. Ma to miejsce np. wtedy, kiedy słuchamy prelekcji 
na interesujący nas temat wygłaszany w języku, którego nie znamy11.  
 Specjaliści zajmujący się np. informacją naukową traktują pojęcie in-
formacji jako użyteczną dla odbiorcy kombinację danych, których podsta-
wowym elementem jest bit. Z większej ilości bitów składa się znak, a z nich 
tworzone są sygnały lub dane. Ostatecznie informacja powstaje przez sumę 
użytecznych dla odbiorcy sygnałów, które służą przesyłaniu lub gromadze-
niu wiadomości. W tej interpretacji zwraca się uwagę na dwie nieodłączne 
cechy informacji: ilość (bit) i jakość (użyteczność)12.  
                                                          
11 J.L. Kulikowski, dz. cyt., s. 45–48. 
12 A. Pomykalski, System informacji w badaniach naukowych, Warszawa 1980, s. 60–
61. 





 P. Sienkiewicz13 rozumie informację jako zbiór wielkości opisujących 
obiekty dowolnej natury. Jest to zbiór zawarty w określonej wiadomości 
i wyrażonej w takiej formie, że pozwala określonemu obiektowi do którego 
one dotarły, ustosunkować się do zaistniałej dzięki temu sytuacji i podjąć 
odpowiednie działania. Wiadomość zaś to pewna treść przeznaczona do 
utrwalenia bądź przekazania jej odbiorcy, zaś jej nośnik fizyczny, mający 
charakter energetyczny, nazywamy sygnałem. Znakiem zaś może być każdy 
wyróżniony stan fizyczny spełniający rolę komunikatywną. Zbiór łatwych 
do odróżnienia znaków nazywa się alfabetem. Zdaniem tego autora, otrzy-
mać informacje, to dowiedzieć się czegoś więcej o tym, o czym wiedziało się 
mniej. 
 W rozumieniu nauki o zarządzaniu informacja oznacza wiedzę po-
trzebną do określenia i realizacji zadań, służących do osiągnięcia celów or-
ganizacji, a ściślej: właściwość wiadomości lub sygnału polegającą na 
zmniejszeniu nieokreśloności lub niepewności co do stanu albo dalszego 
rozwoju sytuacji, której ta wiadomość dotyczy14.  
 Zgodnie z infologiczną teorią informacji15 przyjmuje się, że informacją 
są takie komunikaty lub kombinacje komunikatów, które umożliwiają ich 
rzeczywistym lub potencjalnym odbiorcom (użytkownikom informacji), za-
spokojenie potrzeb informacyjnych, tzn. zmniejszenie stopnia niewiedzy 
o danym zjawisku (stopień nieokreśloności), pozwalając tym samym na po-
lepszenie znajomości otoczenia i sprawniejsze przeprowadzenie celowych 
działań. 
 Zdaniem E. Kowalczyka informacja to zjawisko, które aczkolwiek 
związane jest z materią i energią, to jednak nie jest ono ani materią, ani 
energią. Jest bowiem bardziej związane ze świadomością, która jest atrybu-
tem istot myślących. Ponieważ jednak świadomość jest symbolicznym od-
biciem otaczającej nas fizycznej rzeczywistości, więc pojęcie informacji na-
leżałoby umieścić w obszarze między fizyką a psychologią. Procesy informa-
cyjne powinno się traktować jako procesy uświadamiania sobie otaczającej 
nas rzeczywistości fizycznej lokalizujące nas w czasoprzestrzeni fizycznej, 
w której jesteśmy „zanurzeni”16.  
 Zdaniem C. Shanona pojęcie informacja może oznaczać reakcję na 
wiadomości wymieniane między ludźmi, które zmniejszają ich niepew-
ność17. W teorii informacji i cybernetyce przyjmuje się, że informacja jest 
cechą materii, a więc jest obiektywna. Egzystencjaliści zaś traktują infor-
                                                          
13 P. Sienkiewicz, Efektywność systemów informacyjnych, [w:] L.W. Zacher (red. na-
uk.), Społeczeństwo informacyjne w perspektywie człowieka, techniki, gospodarki, War-
szawa 1999. 
14 J. Penc, Strategie zarządzania. Perspektywiczne myślenie, systemowe działanie, 
Warszawa 1994, s. 82. 
15 Zob. np. W. Flakiewicz, Informacyjne systemy zarządzania. Podstawy budowy 
i funkcjonowania, Warszawa 1990. 
16 E. Kowalczyk, O istocie informacji, Warszawa 1981. 
17 C. Shanon, Matematyczna teoria łączności, za: E. Kowalczyk, dz. cyt., s. 17. 
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mację jako kategorię komunikacji, indywidualnego porozumiewania się. 
Niektórzy badacze utożsamiają informację z wiedzą18. 
 Mówiąc o informacji warto zwrócić uwagę na to, że między systemami 
zachodzi wymiana materii, energii i informacji. Wszystkie systemy zmienia-
ją się w czasie. Konieczność utrzymania równowagi stwarza problem stero-
wania i informacji służącej, m.in., wypełnianiu tej funkcji w systemie.  
 Z punktu widzenia bezpieczeństwa informacyjnego podmiotów fizycz-
nych i prawnych warto zwrócić uwagę na znaczenie informacji 
w określonym systemie. Mówiąc o funkcjach informacji w systemie należy 
przypomnieć, że niektórzy autorzy wymieniają takie ich rodzaje, jak: a) re-
gulacyjno-porządkująca; b) skłaniająca do decyzji (zwiększającą stopień 
pewności); c) progowo-wyzwalająca (bodźcująca); d) składająca się na wie-
dzę, e) będąca bytem fizycznym, formą, jako fizyczną odrębnością19.  
 Informacja regulacyjno-porządkująca lub sterująca, to element ope-
ratywnego współdziałania danego systemu z otoczeniem w procesie dosto-
sowywania się do niego. Wówczas ocena prawdopodobieństwa zdarzeń jest 
przydatna do podjęcia decyzji w ramach jakiegoś kryterium decyzyjnego, 
zależnego od celowego zachowania się „odbiornika”. Wiadomość staje się 
wtedy informacją, gdy wywołuje w odbiorniku taki typ reakcji, który należy 
do klasy wyznaczonej przez kryterium decyzyjne. Kryterium wyboru 
i decyzji jest rezultatem funkcjonowania programu wprowadzonego do od-
biornika20. W przypadku człowieka jest to wielość posiadanych przez niego 
„programów umysłowych”21. 
 Jednym z najczęściej popełnianych błędów wynikających z powierz-
chownego podejścia do problemów informacyjnych jest potoczne utożsa-
mianie ilości informacji z informacją, jako pojęciem szerokim i ogólnym. 
Tymczasem, obok ilości informacji należy mówić o informacji jako pewnym 
czynniku oddziaływania, działania lub porządkowania. Należy także do-
strzegać procesy informacyjne i pewne stany informacyjne, będące przekro-
jami czasowymi tych procesów22. Tym samym zbliżyliśmy się do prakseolo-
gicznych aspektów wykorzystania informacji w różnego rodzaju systemach, 
w tym także systemach bezpieczeństwa. 
Prakseologiczne aspekty wykorzystania informacji w systemach 
bezpieczeństwa 
 Każdy rodzaj informacji może być rozpatrywany w co najmniej 
w trzech wymiarach: po pierwsze – jako znajdujący się w umysłach ludzi, 
w tym m.in. wiedza i doświadczenie rozumiany jako treść informacji, ale 
także wspomniana już wcześniej „technologia intelektu” – jako swoista for-
                                                          
18 E. Kowalczyk, dz. cyt., s. 18–20. 
19 J.S. Bruner, Beyond The Information Given, New York 1973. 
20 E. Kowalczyk, dz. cyt., s. 18–20. 
21 W takim znaczeniu, jak posługuje się nim np. M. Marody, Technologie intelektu, 
Warszawa 1987 i G. Hofstede, Kultury i organizacje, Warszawa 2000.  
22 E. Kowalczyk, dz. cyt., s. 50. 





ma informacji; po drugie – jako informacja względnie trwała, zgromadzona 
w szeroko rozumianych bazach danych; po trzecie wreszcie -informacja bie-
żąca – zarówno wewnętrzna, jak i zewnętrzna. 
 W każdym z tych trzech ogólnie rozumianych wymiarów informacja 
może być rozpatrywana na dwóch płaszczyznach: a) merytorycznej – jako 
zawartość treściowa informacji, porównywana czasami z zawartością pa-
mięci trwałej komputera; b) operacyjnej – związana z formą informacji, z jej 
strukturą. Spróbujemy teraz odnieść każdą z tych dwu płaszczyzn analizy 
informacji do przedstawionych wyżej, najogólniej traktowanych trzech wy-
miarów informacji. 
 Informacja znajdująca się w umysłach ludzi rozpatrywana na płasz-
czyźnie merytorycznej – najogólniej biorąc – może być traktowana jako ca-
łokształt przyswojonej przez nich dotychczas wiedzy i umiejętności. Lokuje 
się ją w obrębie tzw. pamięci trwałej. Druga płaszczyzna analizy informacji 
zawartych w umysłach ludzi – dotycząca informacji operacyjnej – może być 
porównywana do sposobu uporządkowania zakodowanych w pamięci czło-
wieka informacji, do ich formy. Określana jest też formą świadomości, czyli 
w jakimś stopniu specyficzną dla każdego człowieka strukturą procesów 
poznawczych i ich efektem. Niektórzy nazywają to pamięcią operacyjną, in-
ni – technologią intelektu23.  
 W szerokim znaczeniu jest to element szeroko rozumianej kultury24, 
w tym kultury organizacyjnej i informacyjno-komunikacyjnej. Zbyt rzadko 
jednak jeszcze postrzegamy rzeczywistość i myślimy o niej w kategoriach 
kultury informacyjnej. Najbardziej wymownym tego przykładem jest fakt, 
że znacząca ilość wypadków samochodowych spowodowana jest tym, że 
wielu kierowców w czasie prowadzenia samochodu najpierw zmienia kieru-
nek jazdy, a potem dopiero włącza kierunkowskaz. Podobnych przykładów 
z innych dziedzin życia i działalności można przytoczyć więcej.  
 Z punktu widzenia potrzeb zarządzania i kierowania, jakość tzw. pa-
mięci operacyjnej jest nie mniej ważna od jakości pamięci trwałej. Uwaga ta 
odnosi się nie tylko do pojedynczych osób, a szczególnie pełniących funkcje 
kierownicze i specjalistyczne, ale również do grup społecznych, instytucji 
i organizacji. Również informacje względnie trwałe, zawarte w szeroko ro-
zumianych bazach danych (bazach wiedzy) możemy analizować w wymia-
rze merytorycznym i operacyjnym. Bazę danych (bazę wiedzy) będziemy 
traktować szerzej, niż to się zazwyczaj przyjmuje, kiedy się ją odnosi tylko 
do pamięci komputera. Oprócz danych przechowywanych w pamięci kom-
puterów, do szeroko rozumianej bazy danych (bazy wiedzy) w naszym ro-
zumieniu będziemy zaliczać również zbiory książek, instrukcji, zarządzeń, 
norm, regulaminów itp. przechowywanych w podręcznych zbiorach lub 
w bibliotekach (naukowych, specjalistycznych itd.).  
                                                          
23 M. Marody, Technologie intelektu, Warszawa 1987. 
24 G. Hofstede, dz. cyt. 
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 Jako że bazy danych (bazy wiedzy) coraz częściej funkcjonują w 
oparciu o pamięć komputerów, to w pewnym uproszczeniu możemy utoż-
samiać wymiar merytoryczny informacji zawartych w komputerowej bazie 
danych z zawartością ich pamięci trwałej; natomiast oprogramowanie 
komputerów najczęściej przyjmuje się jako pamięć (informację) operacyjną. 
Jednak nie tylko. Bowiem niektóre dokumenty, np. tabele kodowe, normy, 
regulaminy, itp. mogą również pełnić funkcję podobną do tej, jaką 
w komputerze spełnia oprogramowanie, czyli funkcję pamięci operacyjnej. 
Wskazuje to, że granice między merytorycznym a operacyjnym wymiarem 
informacji są czymś względnym, podobnie jak granice między informacjami 
zawartymi w „umysłach ludzi i w bazach danych oraz informacjami 
w bieżącym obiegu”. Dlatego też, w komputerze – poza jego oprogramowa-
niem – jako informację operacyjną będziemy również traktować strukturę 
(formę) informacji nadanych zbiorom przechowywanym w pamięci trwałej, 
wykraczającym w jakimś stopniu poza standardy pamięci operacyjnej, 
a wynikającym z potrzeb użytkownika.  
 Dla potrzeb kierowania istotny jest również wymiar merytoryczny 
i operacyjny w odniesieniu do informacji bieżącej, czyli informacji dociera-
jącej do odbiorcy w czasie rzeczywistym (zbliżonym do rzeczywistego). In-
formacja może również docierać do zainteresowanego z pewnym opóźnie-
niem, lub też może wyprzedzać pojawienie się problemu. W tym ostatnim 
przypadku mamy do czynienia z informacją, będącą efektem procesu prze-
widywania – np. informacją prognostyczną. Dla potrzeb kierowania szcze-
gólne znaczenie dla odbiorcy mają informacje aktualne (w czasie rzeczywi-
stym) oraz informacje wyprzedzające. Odbiorcę traktujemy szeroko. Może to 
być człowiek lub urządzenie techniczne, w tym również baza danych. 
 W wymiarze merytorycznym wartość informacji bieżącej uzależniona 
jest głównie od jej zawartości treściowej czyli od tego, na ile zaspokaja ona 
potrzeby konkretnego odbiorcy pełniącego konkretną rolę, w konkretnym 
miejscu i w określonym czasie. Jest to szczególnie istotne, np. w odniesie-
niu do ludzi uczestniczących w dynamicznie rozwijających się sytuacjach 
kryzysowych. 
 Użyteczność informacji bieżącej nie sposób rozpatrywać w oderwaniu 
od jej charakteru operacyjnego, czyli formy. Odgrywa ona dużą rolę 
w sferze dowodzenia, kierowania i organizacji pracy, szczególnie zaś 
w warunkach trudnych, kryzysowych. Dla przykładu, informacja zbyt roz-
wlekła, mało przejrzysta, itd. może nie zostać należycie wykorzystana, bio-
rąc pod uwagę chociażby aspekt czasu, niezbędnego na zapoznanie się 
z nią oraz jej wpływ na szybkość i jakość podejmowanych decyzji. 
 Z punktu widzenia bezpieczeństwa i obronności, informacja w tych 
trzech wymiarach (w świadomości ludzi, w bazach danych i w bieżącym 
obiegu) coraz częściej traktowana jest jako znaczący element potencjału 
rozwojowego podmiotu, a w skali kraju – jako element potencjału obronne-
go. Jakość tego potencjału nie zależy li tylko od jakości informacji 
w każdym z tych wymiarów, ale również od wzajemnych relacji między ni-





mi. Może to wskazywać, że kompatybilność między elementami systemu in-
formacji na potrzeby kierowania systemem bezpieczeństwa i obronności 
stanowi nie tylko techniczny problem informatyczny, ale również problem 
psychospołeczny i organizacyjny, związany z szeroko rozumianą kulturą in-
formacyjno-komunikacyjną, czy szerzej biorąc – kulturą organizacyjną 
podmiotów składających się na dany system. Warto zwrócić uwagę cho-
ciażby na takie czynniki, jak: potrzeba względnej kompatybilności: struktur 
poznawczych, kwalifikacji merytorycznych, kodów językowych, uregulowań 
formalno-prawnych, itd. Ułatwiają one procesy komunikacji i sprawnego 
obiegu informacji bądź też je utrudniają. Dotyczy to zarówno współdziałają-
cych osób, jak również struktur organizacyjnych. Wpływa to znacząco na 
zakres i stopień uzyskiwania przez system efektu synergii, bez którego nie 
może następować rozwój systemu.  
 W różnych sytuacjach kierowania funkcje informacji powinny być 
rozpatrywane pod kątem ich związku z jakością podejmowanych decyzji 
i działań praktycznych: 
a) w odniesieniu do pojedynczego człowieka – np. szefa instytucji, dowódcy 
określonego szczebla, specjalisty, itp.; 
b) w stosunku do małych grup społecznych i struktur organizacyjnych – np. in-
stytucji, organizacji; 
c) w odniesieniu do mezo- i makrostruktur, takich jak np. SZK w województwie, 
sił zbrojnych czy też państwa jako całości. 
 Dlatego też, między innymi,  
kierowanie, zarządzanie i dowodzenie mogą być traktowane jako proces zbiera-
nia, opracowywania, przekształcania i przekazywania informacji oraz podejmo-
wania decyzji i komunikowania25. 
 Jest to jeden z istotnych aspektów tego złożonego i wielowymiarowego 
procesu, jakim jest kierowanie i zarządzanie podmiotami fizycznymi 
i prawnymi, w tym także systemami bezpieczeństwa. Refleksja ta dotyczy 
zarówno informacji trwałej – wiedzy, posiadanej przez wszystkich uczestni-
ków wspólnych działań i współdziałań, ale i informacji bieżącej oraz umie-
jętności i sprawności ich wykorzystania. Umiejętność ta z kolei związana 
jest, między innymi, z jakością informacji operacyjnej: zarówno w odniesie-
niu do pojedynczych osób (ich inteligencji, wyobraźni, umiejętności alterna-
tywnego myślenia, doświadczenia, itp.), jak również w stosunku do struktur 
organizacyjnych – ich funkcjonalności, interoperacyjności, kompatybilno-
ści, oprzyrządowania, jakości oprogramowania, itp. Zagadnienia te miesz-
czą się w najszerzej rozumianej kulturze informacyjno-komunikacyjnej 
i organizacyjnej podmiotów fizycznych i prawnych. 
 Myśląc o procesach kierowania, zarządzania i dowodzenia przez pry-
zmat kultury informacyjno-komunikacyjnej, możemy traktować je jako 
procesy informacyjno-zasileniowe, spełniające funkcje: planowania i orga-
                                                          
25 P .Sienkiewicz, Systemy kierowania, Warszawa 1989. 
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nizowania, kierowania (przewodzenia, motywowania) i kontrolowania dla 
osiągnięcia określonego celu. Te funkcje, mogą być jednocześnie postrzega-
ne jako etapy cyklu kierowania (dowodzenia) przy analizie funkcjonowania 
systemu informacji i komunikowania na potrzeby dowodzenia i kierowania. 
Bowiem na jakość wypełniania tych funkcji (a szczególnie planowania 
i kontrolowania) oraz ogólnie na sprawność kierowania (dowodzenia) i efek-
tywność funkcjonowania struktur organizacyjnych, wpływa jakość posia-
danej informacji i umiejętność jej wykorzystania. 
 Z każdą z przedstawionych wyżej funkcji związany jest proces podej-
mowania decyzji, czyli wybór celów i sposobów ich osiągnięcia. Innymi sło-
wy chodzi o wybór właściwego przedmiotu działania i określenie, w jaki 
sposób skoncentrować na nim wysiłek i zasoby26. Dlatego też, kierowanie 
i dowodzenie możemy traktować jako permanentny proces podejmowania 
decyzji, związany z rozwiązywaniem problemów na podstawie posiadanych 
(dostępnych) informacji, w tym również wiedzy, doświadczenia i umiejętno-
ści kierowników (dowódców) i komórek sztabowych oraz wszystkich 
uczestników tego procesu w możliwym zakresie odpowiedzialności. Jakość 
tego procesu i związana z tym sprawność i efektywność działania struktur 
organizacyjnych różnych systemów, uzależnione są w dużym stopniu od 
ich kultury informacyjno-komunikacyjnej, czy – szerzej biorąc – kultury or-
ganizacyjnej.  
 Praktyka wykazuje, a potwierdzają to wyniki badań empirycznych27, 
że w rozważaniach dotyczących procesów informacyjno-decyzyjnych, ale 
i w praktyce kierowania (dowodzenia), zbyt często jeszcze element informa-
cyjno-decyzyjny i działaniowy (w węższym tego słowa znaczeniu) traktuje 
się jako oddzielne akty, rozgraniczone przedziałem czasowym (patrz: A i B 
na rys.5.), a nie jako ciągły proces informacyjno-decyzyjno-działaniowy. 
Jest to jeden z wyznaczników kultury informacyjno-komunikacyjnej, sta-
nowiącej element kultury bezpieczeństwa informacyjnego danego podmio-
tu. W dużym uproszczeniu problem ten możemy graficznie przedstawić 
w sposób, jak na rysunku 5.  
Rys. 5. Akty informowania, decydowania i działania 
Źródło: opracowanie własne. 
informowanie  decydowanie   działanie 
 
t   A     B 
 
 Przedstawiony powyżej sposób myślenia i związany z nim sposób 
działania powodują określone konsekwencje praktyczne. Przejawia się to 
                                                          
26 M. Wiatr, Informacja w dowodzeniu. Materiał opracowany dla WIBS, Warszawa 1996. 
27 M. Cieślarczyk, Informacyjno–organizacyjne elementy potencjału bojowego jednostek woj-
skowych. Raport z trzech etapów badań w ramach projektu: Diagnozowanie zjawisk komunikacji 
i obiegu informacji na potrzeby dowodzenia i zarządzania, WIBS, Warszawa 1998. 





w obniżonej reaktywności i zwiększonej inercji danego człowieka czy struk-
tury społeczno-organizacyjnej.  
 Diagnoza przyczyn występowania zasygnalizowanego wyżej zjawiska 
wymaga dodatkowych badań. Nie można wykluczyć, że jest to związane 
z liniowym sposobem myślenia28 jako elementem technologii intelektu29 
i kultury informacyjno-komunikacyjnej30.  
 Jak już wspomniano, hipotezy te powinny być weryfikowane empi-
rycznie, wykorzystując także dostępną wiedzę teoretyczną. Np. korzystając 
z opisywanego przez P. Sienkiewicza31 systemowego sposobu myślenia, 
wzbogacającego paradygmat myślenia liniowego32, można prezentowane na 
rys. 5. Akty informowania, decydowania i działania (charakterystyczne dla 
myślenia liniowego) przedstawić graficznie w postaci procesu informacyjno-
decyzyjno-działaniowego33, co w dużym uproszczeniu mogłoby wyglądać 
tak, jak na rysunku 6. Oba modele mogą okazać się nie tylko interesujące 
poznawczo, ale także praktycznie użyteczne. 
Rys. 6. 







t C  
 Wychodząc od drugiego, czyli praktycznego aspektu analizowanego 
zagadnienia, nie trudno zauważyć (porównując rys. 5 i 6), że taki sposób 
myślenia i działania jak na rys. 6. może przynosić, między innymi, określo-
ny zysk czasowy (C), traktowany jako element przewagi sytuacyjnej na 
rynku, czy innym „współczesnym polu walki”.  
                                                          
28 P. Sienkiewicz, Nowoczesne badania systemowe, „Zeszyty Naukowe AON”, War-
szawa 1990, nr s. 136. 
29 M. Marody, Technologie intelektu, Warszawa 1987. 
30 Cz. Sikorski, Kultura organizacyjna, „Problemy organizacji 1980”, nr 4; Sztuka kie-
rowania, szkice o kulturze organizacyjnej, Warszawa 1986; L. Smircich, Koncepcje kul-
tury a analiza organizacyjna. (tł. J. Gąciarz), [w:] A. Marcinkowski, J.B. Sobczak (wybór 
tekstów i opracowanie), Wybrane zagadnienia socjologii organizacji, cz. II, Wydaw, UJ 
1989; E.H. Schein, Ku nowemu rozumieniu kultury organizacji [w:] A. Marcinkowski, 
J.B. Sobczak (wybór tekstów i opracowanie), Wybrane zagadnienia socjologii organiza-
cji, cz. II, Wydaw, UJ 1989; A. Kłoskowska, Socjologia kultury, Warszawa 1981; 
31 P. Sienkiewicz, dz. cyt. 
32 R. Łączkowski, Zasada wygładzania i myślenie nieliniowe, „Zagadnienia nauko-
znawstwa” nr 1, 1986. 
33 Model ten może mieć zastosowanie głównie w odniesieniu do dynamiki działań an-
tykryzysowych, ale także do opisu dynamiki pola walki. 
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 Heurystyczna, poznawcza wartość prezentowanych modeli może 
przejawiać się np. w tym, że kierują one naszą uwagę w stronę czasu34 jako 
zjawiska psychospołecznego i kulturowego, ale jednocześnie jako elementu 
potencjału jakiegoś podmiotu35. Jest to szczególnie istotne wtedy, kiedy po-
jęcie i zjawisko czasu odniesiemy do funkcjonowania struktur organizacyj-
nych, ale i struktur myślowych oraz wzajemnych relacji między nimi. Bliż-
sze poznanie tych złożonych problemów byłoby niezmiernie trudne bez wy-
korzystania wspomnianego już systemowego sposobu myślenia36 oraz 
wiedzy z zakresu psychologii, socjologii, teorii organizacji i zarządzania, 
a szczególnie teorii informacji i komunikowania. 
Komunikowanie i kultura informacyjno-komunikacyjna 
 Między teoretykami nie istnieje zgoda co do istoty komunikowania. 
Dlatego też, w literaturze przedmiotu spotykamy wielość definicji komuni-
kowania. Różnią się one między sobą głównie z powodu przyjęcia przez au-
torów różnych perspektyw badawczych, jako że reprezentują oni najczęściej 
wielorakie dziedziny wiedzy. Prezentację niektórych definicji komunikowa-
nia zacznijmy od jednej z najszerszych, dotyczącej komunikacji społecznej. 
Zdaniem jej autorów37 komunikowanie społeczne to proces wytwarzania, 
przekształcania i przekazywania informacji między jednostkami, grupami 
i organizacjami społecznymi. Celem komunikowania jest stałe i dynamicz-
ne kształtowanie, modyfikacja bądź zmiana wiedzy, postaw i zachowań 
w kierunku zgodnym z wartościami i interesami oddziałujących na siebie 
podmiotów.  
 W literaturze spotyka się także węższe rozumienie procesu komuni-
kowania. Zgodnie z nim komunikowanie może być traktowane jako szcze-
gólna odpowiedź organizmu na bodziec38. Stanowi wywoływanie odpowiedzi 
za pomocą symboli werbalnych39. Komunikowanie między ludźmi zachodzi 
wtedy, kiedy reagują oni na symbole40. Komunikowanie jest to wzajemny 
związek słów (mówionych i pisanych) bądź wiadomości, czyli wzajemna 
wymiana myśli lub opinii41. Komunikowanie jest to proces w trakcie które-
                                                          
34 K.G. Denbich, Świat i czas, PWN, Warszawa 1979. 
35 M. Cieślarczyk, Psychospołeczne i organizacyjne elementy bezpieczeństwa 
i obronności, Rozprawa habilitacyjna, Warszawa AON 1997. 
36 P. Sienkiewicz, Wartości, oceny i efektywność systemów, „Zeszyty Naukowe AON”, 
nr 4 (17), Warszawa 1994; Nowoczesne badania systemowe, „Zeszyty Naukowe AON”, 
Warszawa 1990; Społeczeństwo informacyjne – szanse i zagrożenia, Zeszyty Naukowe 
AON nr 1 (14), Warszawa 1994. 
37 A. Antoszewski, R. Herbut (red.), Leksykon politologii, Wrocław 1995, s. 150. 
38 B. Sobkowiak, Interpersonalne komunikowanie w organizacji, [w:] Zarządzanie 
i marketing 3, „Prace Naukowe AE”, nr 731, Wrocław 1996. 
39 F.E. Dance (red.), Human Communication Theory: Original Essays, Holt, Rinehart 
and Winston. New York 1967, s. 288–309. 
40 G. Gronkhite, On the focus, scope and coherence of the study of human symbolic ac-
tivity, “Quarterly Journal of Speech”, nr 72, 1986, s. 231–246. 
41 S.M. Cutlip, A.H.Center, G.M.Broom, Effective Public relations, 1985, s. 260. 





go pewna osoba sprawia, że jej myśli, pragnienia lub wiedza stają się znane 
i zrozumiałe dla innej osoby42. Komunikowanie jest transmisją (przekazem) 
informacji i idei, a nawet emocji za pomocą symboli – słów, obrazów, zna-
ków graficznych, itp.43  
 Komunikowanie stawia w centrum uwagi te zdarzenia, w których 
źródło emituje wiadomości do odbiorcy (odbiorców) ze świadomą intencją 
wpływu na jego późniejsze zachowania44. Komunikowanie jest transakcyj-
nym procesem kreowania znaczeń45. Komunikowanie jest procesem, 
w którym ludzie dążą do dzielenia się znaczeniami za pośrednictwem prze-
kazywania symbolicznych wiadomości46. Najbardziej praktycznie użyteczne 
wydaje się rozumienie komunikowania jako procesu przekazywania komu-
nikatów między określonymi podmiotami i obiektami. Komunikat zaś ro-
zumiemy jako odpowiednio zakodowaną wiadomość, zawierającą pewną 
ilość informacji. Informowaniem (procesem informacyjnym) nazywa się taki 
proces, który realizuje przynajmniej jedną z jego funkcji, tzn. pozyskiwania 
informacji, przesyłania, przechowywania, przetwarzania i udostępniania 
(rozpowszechniania) informacji47. Przez komunikację rozumie się też przesy-
łanie lub wymianę informacji między nadawcami a odbiorcami, transport 
informacji od jej źródła do odbiorcy, czy też między miejscami jej przetwa-
rzania48. 
 Informacja i komunikacja wzajemnie. Są one bowiem formami sygna-
łów – nosicielami wiadomości. Jeśli wiadomości są gromadzone 
i przetwarzane, to chodzi o informację; jeśli wiadomość jest przesyłana, to 
mówi się o komunikacji49. Chociaż w literaturze spotyka się różną interpre-
tację pojęć informacja i komunikowanie, to jednak panuje zgodność, że in-
formacja i komunikowanie są istotą każdej zorganizowanej działalności. 
Koniecznym warunkiem istnienia „rzeczy” zorganizowanej jest bowiem efek-
tywne komunikowanie się między jej elementami. Bez tej komunikacji nie 
może powstać przedmiot złożony50. Zarówno cel, jaki stawia sobie dany 
podmiot (człowiek, instytucja i organizacja), jak również stosowane przez 
niego metody oraz możliwość doskonalenia swojego funkcjonowania są ści-
śle zależne od ilości i jakości wykorzystywanych przez niego informacji. To 
z kolei wiąże się z poziomem i charakterem kultury organizacyjnej i infor-
                                                          
42 J.F. Stooner, Ch. Wankel, Kierowanie, Warszawa 1994, s. 408. 
43 B. Berlson, G.A. Steiner, Human Behavior, Harcourt Brace und World, New York 1986. 
44 J. Mikułowski–Pomorski, Informacja i komunikacja. Pojęcia, wzajemne relacje, 
Wrocław 1988, s. 88–98. 
45 G.R. Terry, Principles of Management, Homewood, Illinois 1956, s. 4. 
46 S.S. Stevens, A definiction of Communication, “Journal of the Acoustical Society in 
America”, nr 22, 1950. 
47 P. Sienkiewicz, dz. cyt., s. 89. 
48 W. Hurlimann, Information und Kommunikation, Industrielle Organisation 1970, nr 
9, s. 353. 
49 A. Pomykalski, dz. cyt., s. 61. 
50 J. Zieleniewski, Organizacja zespołów ludzkich, Warszawa 1961, s. 115. 
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macyjno-komunikacyjnej51 danego podmiotu. Od nich zaś zależy to, czy 
podmiot fizyczny lub prawny osiąga efekt synergii52, jako warunek jego 
trwania i rozwoju w dłuższym wymiarze czasu.  
Zakończenie 
 Znaczenie bezpieczeństwa informacyjnego będzie wzrastać wraz 
z rozwojem cywilizacji informacyjnej i cywilizacji wiedzy. Bez dbałości 
o bezpieczeństwo informacyjne trudno wyobrazić sobie zapewnianie bezpie-
czeństwa w innych obszarach przedmiotowych, takich jak: bezpieczeństwo 
ekologiczne i zdrowotne, ekonomiczne i polityczne, społeczne, publiczne 
i militarne. W publikacjach dotyczących bezpieczeństwa informacyjnego 
zwraca się głównie uwagę na aspekty techniczne i formalne. Tymczasem 
zaś badania empiryczne wykazują, że w systemach bezpieczeństwa naj-
słabszym ogniwem jest człowiek i jego kultura bezpieczeństwa53. Dlatego 
też, w niniejszym artykule zagadnieniu kultury bezpieczeństwa informacyj-
nego poświęcono najwięcej miejsca. Nie można wykluczyć, że jest to pierw-
szy w naszym kraju artykuł podejmujący tę problematykę.  
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