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Технология блокчейн представляется 
перспективной для обеспечения повыше-
ния эффективности деятельности долж-
ностных лиц таможенных органов (ДЛТО) 
при выпуске товаров [1]. 
С помощью такого инструмента страте-
гического планирования как диаграмма Ган-
тта продемонстрируем возможную хроноло-
гию внедрения предложенной методики по-
вышения эффективности деятельности 
должностных лиц таможенных органов при 
выпуске товаров на основе факторов и 
принципов, выделенных ранее в других ста-
тьях [2-4]. 
Нормативно-правовое направление 
(рис. 1): 
1. Разработка федеральной норма-
тивно-правовой базы по применению техно-
логии блокчейн. Необходимо подготовить 
правовой фундамент применения техноло-
гии. 
2. Разработка ведомственной норма-
тивно-правовой базы по применению техно-
логии блокчейн. Особенное внимание 
должно быть уделено вопросам информа-
ционной безопасности (документы ФСТЭК и 
ФСБ). 
3. Приказ Министерства Финансов о 
проведении пилотного проекта. Данный 
Приказ будет ориентирован на ФТС и дру-
гой орган исполнительной власти, который 
будет участвовать в пилотном проекте. 
4. Приказ Министерства Финансов о ре-
гулировании правоотношений, возникаю-
щих в связи с использованием децентрали-
зованной базы данных (ДБД) (блокчейна). В 
это же время должен быть разработан при-
каз, устанавливающий основы правового 
регулирования пилотного проекта. 
5. Внесение рассматриваемой техноло-
гии в Стратегию развития таможенных орга-
нов до 2030 года. Применение блокчейн-
технологии должно стать одним из приори-
тетных направлений развития информаци-
онно-технического обеспечения таможен-
ных органов. 
6. Разработка предложений по совер-
шенствованию законодательства о приме-
нении технологии блокчейн (в том числе на 
уровне ЕАЭС). На данном этапе с учетом 
наработанного опыта потребуется внесе-
ние коррективов в принятые акты, а также 
разработка норм, которые впоследствии 
могут быть применены на уровне ЕАЭС. 
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7. Решение Евразийской экономиче-
ской комиссии (ЕЭК) о проведении пилот-
ного проекта на уровне ЕАЭС. Данный акт 
будет направлен на исследование возмож-
ности применения технологии на межгосу-
дарственном уровне. 
8. Внесение рассматриваемой техноло-
гии в Стратегию развития таможенных орга-
нов до 2040 года. 
Отметим, что общий порядок нормот-
ворчества будет включать следующие 
этапы [5]: 
1. Анализ действующих нормативно-
правовых актов, касающихся информаци-
онно-технического обеспечения выпуска то-
варов. 
2. Определение нормативно-правовые 
актов, которые должны быть изменены или 
признаны утратившими силу в связи с при-
нятием данного акта. 
3. Разработка концепции нормативного 
акта о применении блокчейн-технологии в 
деятельности государственных органов. 
После окончания данных действий 
необходимо составить план-конспект, чер-
новой вариант нормативного акта: основ-
ные разделы, наличие примерных абстракт-
ных норм в каждом из них, выбор исполни-
телей, этапы и сроки подготовки. Кроме 
того, необходимо издать распоряжение о 
создании рабочей группы. 
4. Подготовка проекта нормативного 
документа. Проект должен быть согласован 
с федеральными органами государствен-
ной власти, которые принимают участие в 
реализации проекта. 
5. Доработка проекта нормативного до-
кумента, проверка проекта руководителями 
ведомств, научно-исследовательскими 
группами институтов. 
6. Подготовка окончательного текста 
проекта. Если проект почти полностью из-
менен по сравнению с его первоначальным 
видом, то разрабатывается единый новый 
акт (п. 8 Правил). 
7. Подготовленный проект отправля-
ется на подпись и проверяется на соответ-
ствие законодательству Российской Феде-
рации и иметь необходимые реквизиты (п. 9 
Правил).  
8. Уже подписанный акт должен быть 
отправлен в Министерство юстиции не 
позднее 10 дней, на бумажном носителе (6 
экземпляров; документы, содержащие госу-
дарственную тайну – 2 экземпляра) или в 
электронном виде. К нормативно-право-
вому акту необходимо приложить справку с 
необходимыми сведениями (о согласова-
нии, основаниях для издания, результатах 
проведения экспертизы и т.д.). 
9. Министерство юстиции проводит ре-
гистрацию актов в течение 15 дней со дня 
получения акта. В регистрации норматив-
ного правового акта может быть отказано на 
основании несоответствия нормативного 
акта законодательству РФ и если при про-
ведении антикоррупционной экспертизы в 
этом акте будут выявлены коррупциоген-
ные факторы. 
10. В течение одного месяца данные 
документы рассматриваются, и при положи-
тельном решении в течение 5 дней акт мо-
жет снова быть подан на регистрацию в Ми-
нистерство юстиции. 
Организационное направление (рис. 2): 
1. Разработка технического задания и 
поиск исполнителя проекта. На данном 
этапе необходимо техническое задание, 
описывающее требования к разработчикам 
и консультантам. 
 
Рис. 1. Нормативно-правовое направление 
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2. Планирование пилотного проекта по 
использованию децентрализованной базы 
данных в деятельности государственных 
органов власти. Сформированная экспери-
ментальная группа должна будет разрабо-
тать опытный материал, с которым в даль-
нейшем уже и будут совершаться разные 
манипуляции с применением блокчейн-тех-
нологии. К работе по созданию децентрали-
зованных платформ могут быть подклю-
чены и другие разработчики, программисты 
и бизнесмены, которые задействованы в 
других государственных блокчейн-проек-
тах. Это поможет организовать процесс со-
здания готового блокчейн-продукта более 
быстро и эффективно. 
3. Разработка правил использования 
ДБД разными группами пользователей. 
Правила пользования должны будут вклю-
чать возможности каждой из групп. Также на 
данном этапе необходимо решить про-
блему подготовки кадров: на текущий мо-
мент немногие люди обладают необходи-
мыми знаниями, чтобы разработать блок-
чейн, что является проблемой. 
4. Определение контрольных показате-
лей эффективности внедрения технологии. 
В качестве примера таких показателей мо-
гут выступать: доля недействительных раз-
решительных документов в общем числе 
разрешительных документов, проверяемых 
таможенными органами; доля таможенных 
органов, использующих ДБД для проверки 
разрешительных документов, в общем 
числе таможенных органов; эффективность 
применения мер по минимизации рисков, 
принятых ввиду срабатывания профилей 
рисков, разработанных на основе системы 
прослеживаемости товаров и т.п. 
5. Подключение государственных кон-
тролирующих органов (ГКО) и участников 
внешнеэкономической деятельности (ВЭД) 
к пилотному проекту. Следует начать под-
ключение с ГКО, которые более готовы к 
данному проекту с технической точки зре-
ния. 
6. Проведение пилотного проекта по ис-
пользованию ДБД в деятельности государ-
ственных органов. 
7. Последовательное подключение ГКО 
к ДБД. Результатом данного этапа станет 
полное подключение государственных орга-
нов к рассматриваемому криптографиче-
скому механизму. 
8. Планирование пилотного проекта по 
использованию ДБД в деятельности госу-
дарственных органов на уровне ЕАЭС. 
9. Проведение текущего контроля. 
10. Проведение промежуточного кон-
троля, которое осуществляется ежегодно. 
11. Определение дальнейших перспек-
тив функционирования ДБД в РФ и ЕАЭС. 
На данном этапе необходимо определить 
текущие проблемы и недостатки, чтобы в 
перспективе повысить эффективность ра-
боты системы. 
Финансовое направление (рис. 3): 
1. Работа по финансовому планирова-
нию создания, развития, модернизации и 
эксплуатации ДБД. На данном этапе необ-
ходимо оценить расходы на технологию, а 
также на фонд оплаты труда на будущие пе-
риоды. 
2. Работа по финансовому планирова-
нию администрирования пилотного про-
екта. 
3. Работа по финансовому администри-
рованию ДБД. 
 
Рис. 2. Организационное направление 
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4. Финансовое планирование замены 
оборудования и программного обеспече-
ния, используемого ГКО. 
5. Проведение финансового анализа 
применения технологии. 
6. Работа по финансовому планирова-
нию администрирования пилотного проекта 
на уровне ЕАЭС. 
Информационно-техническое направ-
ление (рис. 4): 
1. Создание прототипа ДБД с учетом 
подключения в системе трех групп пользо-
вателей. Технологии, на которых строится 
блокчейн, используют передовую крипто-
графию, пользовательские сетевые прото-
колы и оптимизацию производительности. 
Разрабатывать программное обеспечение с 
нуля представляется трудозатратным, по-
этому рекомендуется использовать уже 
имеющиеся наработки с открытым кодом, 
но делать упор на собственные разработки. 
2. Подключение ГКО и участников ВЭД 
к пилотному проекту. Как уже отмечалось, 
необходимо делать выбор в пользу наибо-
лее технически оснащенных ведомств. 
3. Администрирование пилотного про-
екта рабочей группой проекта. 
4. Последовательная интеграция ДБД в 
существующую информационно-техниче-
скую среду ГКО. 
5. Последовательная замена оборудо-
вания и программного обеспечения, ис-
пользуемого ГКО. 
6. Информационно-техническая под-
держка функционирования ДБД. Данный 
элемент деятельности также возложен на 
рабочую группу. 
7. Подключение федеральных органов 
исполнительной власти (ФОИВ) ЕАЭС и 
участников ВЭД к пилотному проекту на 
уровне ЕАЭС. 
8. Администрирование пилотного про-
екта на уровне ЕАЭС. 
Подробнее остановимся на возможно-
стях разных групп пользователей. 
Пользователи класса А (ведомства). 
1. Выдача разрешительных докумен-
тов, необходимых участникам ВЭД для осу-
ществления внешнеэкономической дея-
тельности, которая будет выражаться в осу-
ществлении транзакции пользователю 
класса Б (доступ к созданию записей в базе 
данных). 
2. Проверка соответствия хэш-ключа 
разрешительного документа полному ключу 
такого разрешительного документа – при 
таможенном оформлении товаров (доступ 
предоставлен таможенным органам). 
3. Доступ к анкете разрешительного до-
кумента (доступ предоставлен таможенным 
органам). Зашифрованная анкета о доку-
менте сохраняется в распределенном неиз-
меняемом хранилище. Ссылка на анкету 
хранится в транзакции блокчейна. Распро-
странение ключей для расшифровки анкеты 
осуществляется с помощью дополнитель-
ных криптографических приемов. Они поз-
воляют гарантировать, что только таможен-
ный орган может прочитать анкету. 
Пользователи класса Б (участники 
ВЭД). 
1. Принятие разрешительного доку-
мента, необходимого участнику ВЭД для 
осуществления внешнеэкономической дея-
тельности, которая будет выражаться в при-
нятии транзакции от пользователя класса А. 
2. Использование хэш-ключа разреши-
тельного документа при таможенном 
оформлении товаров. 
Пользователи класса В (рабочая 
группа). 
 
Рис. 3. Финансовое направление 
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1. Подтверждение транзакций между 
пользователями класса А и пользовате-
лями класса Б путем майнинга. Процесс 
майнинга заключается в расчете хеша (вы-
ходных данных) заголовка блока в блок-
чейне. Блок включает в себя хеш заголовка 
предыдущего блока, хеш транзакций и слу-
чайное число. Как правило, включенные в 
блок транзакции считаются подтвержден-
ными после того, как рассчитаны шесть бло-
ков подряд. 
2. Администрирование базы данных 
(поддержание целостности блокчейна) [1]. 
Разработка межведомственного блок-
чейн-документооборота улучшает взаимо-
действие между ведомствами, сделает его 
дешевле и прозрачней. 
Кадровое направление (рис. 5). 
1. Создание специального структурного 
подразделения по использованию техноло-
гии блокчейн в Министерстве Финансов (ра-
бочая группа). В обязанности данной рабо-
чей группы будет входить полное админи-
стрирование проекта: правовое обеспече-
ние, финансовое обеспечение, информаци-
онно-техническое обеспечение, организа-
ционное обеспечение и кадровое обеспече-
ние. 
2. Разработка методических рекомен-
даций для должностных лиц ГКО по исполь-
зованию ДБД (например, при выдаче разре-
шительных документов). 
3. Разработка методических рекомен-
даций для ДЛТО (например, при проверке 
разрешительных документов). 
4. Разработка методических рекомен-
даций для должностных лиц ГКО ЕАЭС по 
использованию ДБД (например, при выдаче 
разрешительных документов). 
5. Разработка методических рекомен-
даций для ДЛТО ЕАЭС (например, при про-
верке разрешительных документов). 
Таким образом, на основе сделанных 
ранее наработок с помощью инструмента 
стратегического планирования (диаграмма 
Гантта) предложены рекомендации по 
внедрению предложенных технологий в де-
ятельность государственных органов по та-
ким направлениям, как: правовое направле-
ние, организационное направление, финан-
совое направление, информационно-техни-
ческое направление, кадровое направле-
ние. Данные рекомендации могут быть по-
ложены в основу планирования государ-
ственной политики в области применения 
технологии блокчейн. 
 
 
 
Рис. 4. Информационно-техническое направление 
 
 
Рис. 5. Кадровое направление 
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