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Abstrakt
Tato diplomová práce se zabývá popisem, jakými způsoby je možné analyzovat sociální
sítě, návrhem a implementací modelu, který simuluje konkrétní sociální síť, a jeho analý-
zou. V dnešní době jsou sociální sítě velmi vyhledávané a používané, proto jsou i častým
cílem zkoumání. Práce se věnuje statické analýze sociálních sítí, kde vidíme sociální síť
jako graf a zjišťujeme různé vlastnosti jednotlivých objektů v síti a podle toho určujeme,
jak jsou tyto objekty pro síť významné. Zajímají nás i vztahy mezi entitami, protože mají
vliv na šíření informací v síti. Strukturní vlastnosti sítě pak určují existenci různých komu-
nit. V rámci dynamické analýzy modelujeme sociální síť pomocí multiagentních systémů,
které jsou velmi vhodné pro znázornění změn v síti. Multiagentním systémem byl také im-
plementován simulační model, který představuje konkrétní sociální síť. Jeho chování bylo
analyzováno a zkoumáno pomocí vybraných metod.
Abstract
This diploma thesis is focusing on description of processing social network analysis, design
and implementation of a model that simulates a particular social network and its analy-
sis. Social networks are modern and very used in this time. They are very good point for
exploring. This project deal with static analysis social network, where social network is
constructed by graph. We find out different properties of single component and than we
establish significance of them. Relationships between components are important too for
us, because they have a big influence on propagation information in network. Structural
propeties figure out existence of different communities. We simulate social network with
multi-agent systems, they are desirable for represent changes in network. Multi-agent sys-
tems have implemented a simulation model that represents a particular social network. His
behavior was analyzed and examinated by chosen methods.
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Kapitola 1
Úvod
1.1 Motivace
V dnešní době je téma sociálních sítí velmi diskutované a aktuální. Je to způsobeno zejména
tím, že se mezilidská komunikace z velké části přesunula z reálného světa do světa virtu-
álního. Zde lidé tráví čím dál více času. Jelikož není veškerá komunikace po sociálních
sítích pouze privátní, jako v případě internetových služeb poskytujících chat, je možné tato
veřejná data sbírat a analyzovat. [10]
Tím se nám otevřely rozsáhlé možnosti ke zkoumání jak mezilidských vztahů, tak i
vztahů lidí k okolnímu světu. Lidé na sociálních sítích diskutují o různých tématech, výrob-
cích a akcích. Tohoto faktu využívají výrobní společnosti, které sbírají data po celé síti a
například vyhledávají názvy svých výrobků. Výsledky průzkumu mohou být použity růz-
nými směry, například k analýze trhu nebo vylepšování variant daného produktu. Firmy
dokonce mohou zasahovat do samotných diskuzí o jejich produktech v dané sociální síti.
V rámci různých skupin lidí je také možné zjišťovat, jak spolu komunikují, kdo by mohl
být vedoucím skupiny, nebo kdo by mohl být ve skupině přebytečný. Zkrátka analýza soci-
álních sítí může být velmi mocným nástrojem, který je schopen nám poskytnout nepřeberné
množství poznatků o vazbách v síti. Z druhé strany ji můžeme vnímat negativně, protože
tímto uživatelé sociální sítě přicházejí o své soukromí.
1.2 Struktura práce
Struktura této práce je rozčleněna do několika kapitol. V následující kapitole bude po-
psána a definována sociální síť a budou také uvedeny nejvýznamnější sociální sítě. Jelikož
je struktura sociální sítě velmi blízká grafům, budeme ji jako graf modelovat a můžeme
spoustu jejích vlastností analyzovat pomocí grafových algoritmů. Dále se budeme zabý-
vat vlastnostmi sociální sítě, které jsme schopni získat statickou analýzou, kdy rozebíráme
vlastnosti sociální sítě, jednotlivých objektů a vztahů mezi nimi pouze v jednom okamžiku
nezávisle na jejích předchozích nebo budoucích stavech. V této analýze je důležité rozpoznat
klíčové uživatele sítě, kteří mohou mít významný vliv na další osoby v síti. Věnujeme se také
vazbám mezi osobami v síti, struktuře sítě i jejích částí. Dalším způsobem, jak můžeme sítě
analyzovat, je dynamická analýza, kde se budeme zabývat zejména vlastnostmi sítě, které
se v průběhu času mění. V třetí kapitole už řešíme jednotlivé metody, které nám umožní
analyzovat síť i její vlastnosti. Porovnáváme, které metody jsou nejvhodnější pro získání
dat ze sociální sítě a které jsou vhodné pro její statickou a dynamickou analýzu. Čtvrtá
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kapitola se věnuje návrhu a implementaci vlastního simulačního modelu, který byl vytvořen
jako multiagentní systém pomocí nástroje Jason. Simuluje chování konkrétní sociální sítě a
z jeho výstupu je možné dělat statickou i dynamickou analýzu. Popisujeme také nástroje,
které byly použity k implementaci modelu i jeho analýze a diskutujeme, proč byly zvoleny
právě tyto. V páté kapitole se věnuje samotné analýze simulovaného modelu s použitím
metod popsaných dříve. Jelikož toto téma je značně rozsáhlé a nebylo v možnostech práce
zahrnout všechno, jsou navrženy další rozšíření a vylepšení, jak simulačního modelu, tak
analýzy. Také diskutujeme, jaké přístupy mohly být použity a v čem se liší od námi pou-
žitých. Závěrečná kapitola shrnuje, co všechno bylo popsáno v rámci celé práce a k jakým
jsme dospěli výsledkům.
1.3 Cíle
Cílem této práce bylo popsat sociální síť a její nejdůležitější zástupce. Zjistit, co všechno je
možné v sociálních sítích analyzovat a jaké informace můžeme získat o členech sítě a vaz-
bách mezi nimi. Zpracovat souhrn metod, kterými je možné síť prozkoumat, jak ve statické,
tak v dynamické rovině. Následně podle teoretických základů navrhnout a implementovat
simulační model, který bude co nejlépe napodobovat chování reálné sociální sítě. Na tomto
modelu by pak měly být vyzkoušeny vybrané metody, určené k analýze sociální sítě. Nako-
nec bychom měli zhodnotit, jestli se chování simulačního modelu blíží chování reálné sítě a
jak jsou metody pro analýzu použitelné.
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Kapitola 2
Sociální sítě a jejich vlastnosti
V této kapitole bude popsáno, co si můžeme představit pod pojmem sociální síť, představíme
si nejvýznamnější sociální sítě a popíšeme, jak je možné chápat a definovat strukturu sociální
sítě.
2.1 Sociální síť
Sociální síť je struktura složená aktérů, kterými mohou být jak jednotliví uživatelé, tak
i skupiny lidí. Mezi aktéry sítě existují dyadické vazby, spojující vždy právě dva aktéry.
Globálně může být za sociální síť považována jakákoliv skupina lidí, jak v reálném, tak
internetovém světě. V této práci se však budeme zabývat pouze sítěmi na webu.
”
We define social network sites as web-based services that allow individuals
to (1) construct a public or semi-public profile within a bounded system, (2)
articulate a list of other users with whom they share a connection, and (3)
view and traverse their list of connections and those made by others within the
system. The nature and nomenclature of these connections may vary from site
to site.“ [5]
V překladu:
”
Sociální síť definujeme jako webovou službu, která umožňuje jedincům (1)
vytvářet veřejné nebo částečně veřejné profily v síti, (2) mít seznam uživatelů, se kterými
mají utvořenou vazbu, a (3) umožňuje vidět seznam jejich vazeb s ostatními uživateli sítě.
Povaha a název těchto vazeb se liší síť od sítě.“
Sociální síť tvoří velké množství uživatelů, kteří jsou mezi sebou spojeni vazbami a mo-
hou se seskupovat do různých komunit mající společné zájmy, názory nebo například ná-
boženské přesvědčení. Od doby vzniku sociálních sítí jejich popularita stále roste a rozšiřují
se všemi směry. V dnešní době jsou používány miliony uživateli a pro některé z nich se stá-
vají součástí jejich každodenního života. Úspěch sociálních sítí je často přisuzován tomu, že
nám přibližují reálný svět. Nejsou totiž jenom zdrojem informací, jak jsme byli u internetu
dříve zvyklí, ale jsou spíše médiem pro sociální komunikaci. Při komunikaci po sociální síti
se po sociálních sítích promítají lidské vlastnosti, jako osobnost, vzdělání, rasa. Veškerá
analýza lidského chování vychází z toho, jací jsme a jak jednáme s ostatními, což lze často
ze sociálních sítí odvodit.
Za důležité části sociální sítě považujeme
• aktéry a jejich akce, kteří jsou vzájemně nezávislé autonomní entity,
• relační vazby (spojení) mezi uživateli slouží jako kanály pro přenos (tok) zdrojů.
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2.1.1 Významné sociální sítě
Existuje velké množství sociálních sítí, kde se každá z nich v určitém ohledu liší, a stále
přibývají nové. Budeme se zabývat přiblížením těch nejvíce využívaných. Z těch pak v další
části práce vybereme jednu, která bude pro naše účely nejvhodnější. Tuto sociální síť pak bu-
deme simulovat a zkoumat v ní, jak se mění vztahy v síti v průběhu času. Mezi nejznámější
a nejpoužívanější sociální sítě bych zařadila Facebook, Google+, Twitter a MySpace. České
sociální sítě svou oblibu pomalu ztrácejí a většina uživatelů se přesouvá k sítím globál-
ním. Otázkou je, zda mezi sociální sítě zařadit i YouTube, který zatím neposkytuje tak
širokou škálu využití jako ostatní sítě, ale na druhou stranu patří mezi nejoblíbenější a
nejnavštěvovanější síť.
Facebook
Facebook byl založen v roce 2004 a nyní patří se svojí miliardou aktivních uživatelů mezi
nejoblíbenější sociální síť. Slouží zejména ke komunikaci mezi uživateli, sdílení multimediál-
ních souborů a k zábavě. Každý uživatel má svůj vlastní profil, na kterém zveřejňuje osobní
informace, fotky, videa a jiné soubory. Také má vlastní Zeď, na kterou může psát příspěvky
a nebo mu tam jiní uživatelé mohou nechávat vzkazy. Uživatelé mezi sebou utváří vazby
tzv. přátelství, kdy si vzájemně povolují přístup k vlastním datům. Facebook umožňuje
víceúrovňový přístup ve zveřejňování informací, kdy různá data (fotky, přispívání na zeď,
osobní informace) jsou přístupná jen některým skupinám uživatelů. Přístup závisí na tom,
jak si uživatel nastaví, že si je s danou osobou blízký. Facebook také umožňuje vytváření
skupin, které spojují uživatele se stejnými názory, koníčky, nebo pracují ve stejné organizaci.
Skupina má vždy vlastní zeď, kam mohou přispívat všichni její členové. Uživatelé na Face-
booku mohou vytvářet Události, na které mohou pozvat své přátele. Pokud uživatel zadá,
že se chce události zúčastnit, zobrazuje se pak událost v jeho osobním kalendáři. Facebook
je oblíbený zejména pro svou jednoduchost, kdy v jediném okamžiku můžete všem svým
přátelům sdělit novinky z vašeho života, případně se s nimi podělit o vaše fotky, zážitky
nebo pocity.
Google+
Google+ je velmi mladou sociální sítí, která byla uvedena na veřejnost teprve roku 2011.
Díky její propojenosti s ostatními službami firmy Google, se k ní připojuje stále více lidí a
dnes ji používá přes 400 miliónů uživatelů. Každý uživatel má svůj vlastní profil, na kterém
sdílí informace se svými přáteli a rodinou. Viditelnost a přístupnost informací ovlivňuje
zařazením přátel do kruhů, které slouží k nastavování soukromí. Kromě normálního chatu,
Google+ poskytuje i setkání, což je video chat s několika přáteli. Další funkcí jsou témata,
která jsou souhrnem článků a videí o zadaném tématu. Mezi výhody Google+ patří systém
kruhů, který by měl být blízký reálnému životu, kdy každý člověk patří do několika skupin
ve svém okolí a s nimi sdílí své přátele.
Twitter
Twitter je sociální sítí a mikroblogem, který umožňuje vkládat a číst krátké příspěvky
nazývané tweety. Příspěvky se zobrazují na uživatelově profilu a na profilech jeho odběratelů
(followers). Příspěvky se šíří přes služby Twitteru nebo je možné je dostávat pomocí SMS.
V příspěvcích se často objevují hashtagy, které slouží ke kategorizaci zpráv nebo napomáhají
k pochopení jejich významu (sarkasmus, ironie).
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MySpace
MySpace je jedním z největších komunitních serverů řídící se heslem
”
A place for friends“,
což v překladu znamená
”
Místo pro přátele“. Tato síť patřila k neoblíbenějším do té doby,
dokud ji nepředstihl Facebook a momentálně počet jejích aktivních uživatelů trvale klesá.
MySpace je pověstný profily známých herců, zpěváků a filmařů. Mezi jeho nejdůležitější
funkce patří chat, seznamka, blogy a sdílení multimédií.
2.1.2 Struktura sociální sítě
Sociální sítě modelujeme zpravidla pomocí grafů, které také využíváme také k jejich analýze.
Jednoduchý orientovaný graf G = (V,E) je dvojice, kdy V je libovolná konečná množina.
Její prvky nazýváme vrcholy. Druhá množina E ⊆ V 2 značí hrany, které vypovídají o vaz-
bách mezi uzly. Vazbu mezi uzly u a v značíme jako (u, v). V grafu neexistují vlastní smyčky,
které jsou tvořeny vazbou uzlu u se sebou samým (u, u). V sociální síti uzly reprezentují
jednotlivé uživatele, případně mohou znázorňovat i místa nebo události, a hrany znázorňují
vztahy mezi těmito entitami. V případě, že v síti existují i skupiny, jsou také modelovány
jako uzly, kdy jeden uzel může zastupovat celou skupinu tvořenou více uživateli. Hrany mo-
hou spojovat různé typy uzlů (uživatel-událost, uživatel-místo, událost-místo), tak i uzly
stejného typu (uživatel-uživatel).
Grafy můžeme rozdělit na orientované a neorientované. Neorientovaný graf G = (V,E),
kde E je podmnožina systému všech dvouprvkových podmnožin množiny V . V reálném
světě můžeme nalézt vedle neorientovaných vazeb i vazby orientované, asymetrické. Jako
nejznámější asymetrické vztahy můžeme zmínit například vztah student/žák nebo zaměst-
nanec/zaměstnavatel. Oproti tomu se ve světě sociálních sítí vztahy většinou popisují pouze
symetrickou vazbou.
V rámci sociální sítě nás nejvíce zajímá šíření informací po síti, které závisí na tom, jak
jsou uzly propojené hranami. V tomto případě mluvíme o cestě. Cesta délky k je definována
posloupností uzlů 〈v0, v1, v2, ..., vk〉, kde (vi−1, vi) ∈ E pro i = 0, 1, 2, ..., k a zároveň musí
platit, že se uzly nebudou opakovat.
2.2 Statická analýza sociálních sítí
Statická analýza sociálních sítí vychází z mnoha statistických metod. Nezaměřuje se na
zkoumání jednotlivých entit a jejich změn, ale zkoumá zejména relační data, kde rozebírá
aktuální vztahy mezi jednotlivými objekty.
”
Network analysis enters into the process of model development, specification,
and testing in a number of ways: to express relationally defined theoretical
concepts by providing formal definitions, measures and descriptions, to evaluate
models and theories in which key concepts and propositions are expressed as
relational processes or structural outcomes, or to provide statistical analysis of
multirelational systems.“ [22]
V překladu:
”
Analýza sítě je tvořena procem modelování jejího vývoje, specifikací a testová-
ním, několika způsoby: vyjádřením reálné sítě teoretickými koncepty, formálními definicemi
a popisy, jak využít modely a teorie, ve kterých jsou hlavní složky vyjádřeny jako relační
procesy nebo strukturální výstupy k provádění statické analýzy systémů.“
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K analýze reálných sociálních sítí, které se modelují pomocí grafů, se využívají různé
druhy analýzy. V následujících odstavcích se nejdříve budeme věnovat vyhledávání klíčových
uzlů sítě, pomocí zjišťování různých vlastností jednotlivých uzlů. Mezi další důležitou část
statické analýzy sítě patří určení sil vazeb mezi jednotlivými uzly, kdy se zabýváme spíše
okolím uzlu a hranami, které ho s okolím spojují. Nakonec přiblížíme, jak jde analyzovat
síť jako celek, nebo jak jsou charakterizovat její podsítě. Některé analyzované vlastnosti
bohužel nemají český překlad, proto mají některé následující podkapitoly anglické názvy.
2.2.1 Nalezení klíčových uzlů sítě
V této kapitole se budeme věnovat zejména vlastnostem jednotlivých uzlů, což je důležité
pro odhalení významnosti uzlu v síti. Tyto koncepty analýzy byly vyvíjeny přímo pro
sociální sítě již v polovině minulého století, kdy se využívaly k analyzování malých skupin.
Její vlastnosti tak nezapřou jejich sociologický původ. V analýze sociálních sítí se tato část
považuje za jednu z nejdůležitějších, protože takto můžeme určit uzly, které hrají v síti
významnou roli. Prakticky z těchto dat můžeme zjišťovat sílu osobnosti, vliv na okolí a
další lidské charakteristiky. Ve společnosti jsme schopni zjistit význačné osobnosti, které
můžeme v rámci skupiny nazývat celebritami nebo šedou eminencí. [20]
Degree centrality (Stupeň středovosti)
Degree centrality je vlastnost uzlu, definována jako počet vazeb, které tvoří uzel s ostatními
uzly v síti. V případě, že je graf orientovaný, hovoříme o indegree centrality, což můžeme
nazývat také vstupním stupněm uzlu, a outdegree, kde jde o výstupní stupeň uzlu. Na
názorných obrázcích budou vyznačeny důležité uzly sítě, kde modrá barva bude znamenat
maximální hodnotu centrality daného uzlu a červená minimální hodnotu centrality uzlu.
Obrázek 2.1: Degree centrality (modrá barva uzlu vyznačuje maximální hodnotu a červená
barva minimální hodnotu degree centrality) [6].
Betweenness centrality (Středovost relace
”
mezi“)
Betweennes centrality určuje významnost daného uzlu, jako komunikačního prostředníka
mezi dvěma uzly. Měřený uzel je tím významnější, čím více nejkratších cest přes něj vede
a čím méně jich vede kolem něj. Určuje se jako poměr nejkratších cest mezi dvěma uzly
vedoucích přes měřený uzel vůči všem nejkratším cestám mezi nimi. Betweennes centrality
označujeme symbolem CB a je definována následujícím vzorcem:
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CB(v) =
∑
i 6=v 6=j
σij(v)
σij
, (2.1)
kde i, j, v označují konkrétní uzly, σij je počet nejkratších cest vedoucích z i do j a σij(v)
počet cest vedoucích z i do j a zároveň procházejících přes uzel v.
Z výše uvedeného vzorce vyplývá, že betweenness nabývá hodnot z intervalu 〈0, 1〉. Tato
metrika se nepočítá jen pro uzly, ale je možné ji počítat i pro hrany. V souvislosti s between-
ness mluvíme o termínu bottleneck (zúžení), kdy všechny námi vybrané uzly spolu komuni-
kují přes jeden uzel zvaný bottleneck. Tato situace nastává ve chvíli, kdy se betweeness uzlu
rovná jedné. Bottleneck je velmi nejistá pozice, která však v sobě skrývá jistou sílu, protože
zná všechny informace posílané mezi vybranými uzly. Betweenness slouží také k identifikaci
boundary spanners (ve volném překladu okrajoví klíčoví uživatelé), kteří slouží jako most
mezi dvěma skupinami. V praxi to znamená, že jeden člověk může patřit do skupiny, která
se zabývá matematikou a skupinou, která se zajímá o chov psů, proto tak tvoří most mezi
těmito komunitami. Význam míry betweenes tkví v potenciální kontrole komunikace. [18]
Obrázek 2.2: Betweenness centrality (modrá barva uzlu vyznačuje maximální hodnotu a
červená barva minimální hodnotu betweenness centrality) [6].
Closeness centrality (Středovost blízkosti)
Closeness určuje
”
blízkost“ daného uzlu ke všem ostatním. Získává se jako převrácená hod-
nota součtu nejkratších cest z vybraného uzlu i ke všem ostatním uzlům v grafu. Nejkratší
cesta δij grafu je definována jako minimální počet hran na jakékoliv cestě z i do j. Potom
closeness centrality počítáme podle vzorce:
CC(i) =
1∑
j δij ,
(2.2)
kde za j dosazujeme všechny uzly sítě. Problém nastává u nesouvislých grafů, kde mezi
dvěma uzly neexistuje žádná cesta. Jejich nejkratší cesta je tak rovna nekonečnu δij =∞.
Proto je vhodné vzorec upravit následovně:
CC(i) =
∑
j
1
δij
(2.3)
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Je otázkou, zda je vlastnost closeness v praxi použitelná tak, jak jsme ji matematicky
definovali. Ne vždy se totiž informace šíří nejkratšími cestami. Proto je možné zvolit místo
nejkratších cest, cesty náhodné.
Tato vlastnost vypovídá o tom, jak rychle se může informace z daného uzlu rozšířit do
všech ostatních. Hodnoty closeness můžeme využít při zkoumání nezávislosti a výkonnosti.
Obrázek 2.3: Closeness centrality (modrá barva uzlu vyznačuje maximální hodnotu a čer-
vená barva minimální hodnotu closeness centrality) [6].
Eigenvector centrality (Středovost vlastního vektoru)
Středovost vlastního vektoru označuje významnost uzlu v síti. K zjišťování hodnoty stře-
dovosti vlastního vektoru využíváme matici sousednosti A = (aij). V grafu modelujícím síť
jsou všechny uzly očíslovány 1, 2, 3, ..., n a indexy i a j značí uzel daného čísla. V případě,
že (i, j) ∈ E, tedy mezi uzly i a j existuje hrana, pak aij = 1. Pokud uzly i a j nejsou
spojeny hranou, pak aij = 0.
Středovost vlastního vektoru xi uzlu i určíme rovnicí:
xi =
1
λ
n∑
j=1
aijxj (2.4)
Pokud označíme X vektor (x1, . . . , xn), můžeme se na předchozí rovnosti dívat jako na
maticovou rovnost
λX = A ·X,
kde λ značí vlastní číslo, které získáme vyřešením charakteristické rovnice det (A− λE) = 0.
Charakteristická rovnice det (A− λE) = 0 může mít až n řešení. Pro každé z těchto řešení
může existovat příslušný (vlastní) vektor (xi). Podle Perron-Frobeniovy věty [7] platí, že
matice obsahující nezáporné hodnoty má jednoznačně určené vlastní číslo, k němuž příslušný
vlastní vektor má nezáporné koeficienty. Položme tedy λ rovnu tomuto největšímu vlastnímu
číslu. [16]
Z rovnice vyplývá, že pokud mají sousedé určitého uzlu vysokou hodnotu středovosti
vlastního vektoru, pak i samotný uzel má vysokou hodnotu. Ta vypovídá o tom, že i když je
daný uzel spojený jen s velmi malým množstvím sousedů, přesto může mít vysokou hodnotu
této středovosti.
Výpočet středovosti vlastního vektoru nám dokáže v síti rozpoznat tzv. šedé eminence.
Jsou to osoby, které mají velmi rozsáhlé pole působnosti a velkou moc, avšak nejsou vázány
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na velké množství lidí, pracují v ústraní a neměli by být odhaleni. Proto je velmi výhodné, že
je můžeme odhalit pomocí těchto algoritmů. Hodnotu středovosti vlastního vektoru můžeme
také považovat za míru vlivu. [20]
Obrázek 2.4: Eigenvector centrality (modrá barva uzlu vyznačuje maximální hodnotu a
červená barva minimální hodnotu eigenvector centrality) [6].
2.2.2 Rozlišení silných a slabých vazeb
V této kapitole bude přiblíženo, jak je možné analyzovat vazby mezi jednotlivými uzly. Tato
analýza je důležitá pro zjišťování, zda jsou si dva uzly blízké, i když spolu nejsou spojeny
vazbou. Pokud si jsou dostatečně blízké, je velká pravděpodobnost, že v budoucnu vazbu
utvoří. U uzlů, které již mají společnou vazbu, tyto vlastnosti pomáhají k charakteristice
vazby, zda je silná nebo slabá.
Homophily
Homophily se definuje jako láska k tomu samému nebo podobnému. Opírá se o myšlenku,
že lidé nejčastěji utvářejí vazby s těmi, kteří s nimi mají něco společného, ať už je to
věk, stejné bydliště nebo stejný zájem. Nemůžeme ji však zobecnit, protože neplatí ve
všech případech. Další myšlenka ohledně lidských vztahů totiž znamená, že
”
protiklady se
přitahují“. V anglické literatuře se homophily popisuje souslovím Williama Turnera z roku
1545:
”
Birds of a feather flock together“ [21], které ve volném překladu zní:
”
Vrána k vráně
sedá, rovný rovného si hledá“.
V rámci modelování grafu, homophily se utváří jako homogenní skupina tvořící jeden shluk,
což znamená skupinu, ve které se její členové co nejvíce podobají a od prvků mimo skupinu
se co nejvíce liší. Utváření vztahů v rámci jednoho shluku je mnohem jednodušší. To však
neznamená, že vytvořené vztahy ve shluku musejí být silné. [24]
Network closure - Transitivity
Network closure ve volném překladu
”
uzávěr v síti“, vypovídá o tom, že pokud má vazbu
A s B a B s C, pak by měla existovat i vazba mezi A a C. Tato vlastnost se v grafové
tématice označuje jako tranzitivita. Také by mělo v síti platit, že u silných vazeb je větší
pravděpodobnost, že jsou tranzitivní, oproti slabým vazbám. Pokud je splněna tranzitivita
i homophily, pak se z těchto uzlů formuje klika. Klika je takový podgraf, který je maximální
a úplný, tzn. že všechny jeho vrcholy jsou spojeny se všemi zbylými jednou hranou.
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Propinquity
Tato vlastnost vypovídá o tom, že lidé utvářejí vazby více s těmi v jejich geografickém
okolí. Jednou z možností, jak počítat velikost propinquity je, že se rovná nepřímé úměrnosti
vzdálenosti (např. míst bydliště jednotlivých lidí). Propinquity se také týká toho, že čím
častěji se lidé potkávají, tím větší je pravděpodobnost, že spolu navážou vztah. Můžeme
ji rozdělit do několika skupin: Occupational propinquity, která závisí na pracovním místě,
Residential propinquity určující podle místa bydliště a Acquintance propinquity závisející
na okolí přátel a společných zájmů. Spousta studií se věnuje zkoumání, jaký má propinquita
vliv na uzavírání manželství.
2.2.3 Analýza struktury sítě
Jelikož jsou sociální sítě značně rozsáhlé, nezabýváme se pouze globální analýzou celé sítě,
ale často se věnujeme jen její části (podsíti), kterou můžeme nějak charakterizovat podle
jejich vlastností. Tato analýza nám dává možnost odhalit, kteří lidé spolu tvoří nějaké
skupiny nebo jak je která část sítě aktivní.
Hustota sítě
Hustota sítě neboli density je poměr počtu reálných hran sítě vůči počtu všech možných
hran, které mohou v síti být. Pro neorientovaný graf bez vlastních smyček ji definujeme
vzorcem:
d =
|E|
1
2 |V |(|V | − 1)
, (2.5)
kde |V | je počet uzlů grafu a |E| je počet hran. Počet všech možných hran v grafu je tudíž
1
2 |V |(|V | − 1). Pokud je hustota sítě rovna jedné, pak existuje hrana mezi každou dvojicí
vrcholů a takový graf nazýváme klikou.
Hustota se nevztahuje k velikosti sítě, ale závisí na rozložení uzlů a vazeb mezi nimi.
Hustota sítě by byla na její velikosti závislá pouze v případě, kdy by stupeň uzlu byl
omezený.
Hustoty sítě využíváme, když potřebujeme porovnat dvě různé sítě nebo dvě různé části
jedné sítě. Vypovídá o sociální aktivitě v síti. [9]
Shlukování
Shlukování je proces seskupování dat do tříd (shluků) s velkou podobností uvnitř shluku a
s velkou nepodobností mezi shluky samotnými. Shlukování v sociální síti závisí na hustotě
uzlů v daném místě. Když uvažujeme internetovou sociální síť, komunikační vzdálenost mezi
jednotlivými uzly je relativně malá i ve velmi rozsáhlé síti. V grafovém modelu by vzdá-
lenost mezi dvěma uzly měla vyjadřovat, jak moc jsou si dva uživatelé blízcí, jak pevný
mají mezi sebou vztah. Shlukování můžeme určovat pomocí zkoumání sousedů uzlu i, kdy
za sousedy považujeme pouze ty uzly, které jsou s uzlem i spojené hranou. V tomto okolí
počítáme jeho hustotu, kdy zanedbáváme uzel i. Hustotu sousedů počítáme pro všechny
uzly sítě a tak určujeme stupeň shlukování jako průměr hustoty všech uzlů. Algoritmy pro
zjišťování hodnoty shlukování se snaží zahrnout co nejvíce uzlů do jednoho shluku. Pomocí
metod shlukování můžeme rozpoznávat existenci různých komunit v rámci jedné velké sítě.
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2.3 Dynamická analýza sociálních sítí
Dříve se sociální sítě analyzovaly pouze staticky, kdy byla rozebírána situace sítě pouze
v daném okamžiku. Avšak vztahy mezi jednotlivými entitami se v průběhu času mění. Proto
je vhodné sítě analyzovat i dynamicky, kdy zkoumáme zejména to, jak se vztahy v síti
změnily. Také můžeme vyvozovat nové závěry, protože máme k dispozici data z různých
časových okamžiků sítě. [23]
Dynamicky analyzované sítě se od statických liší také v tom, že jsou vícetypové, což
znamená, že může existovat více druhů uzlů. Za jeden druh uzlu můžeme považovat napří-
klad uživatele a za jiný událost. Samozřejmě pak existuje i více typů hran. Dynamická síť
může být také víceúrovňová, kdy uzel může zastupovat jediného uživatele nebo také celou
skupinu uživatelů.
Dynamická analýza se skládá ze třech hlavních částí. V první řadě je to statická analýza
sociální sítě, která byla popsána v předchozí kapitole, kdy zjišťujeme vlastnosti uzlů, vazeb
mezi nimi i komplexní strukturu sítě. Další částí je
”
linková analýza“, která se nezabývá
pouze změnami v síti, ale umí i předpokládat, jak se budou vztahy vyvíjet do budoucna.
Toho se dá dosáhnout pomocí modelů a metod, které se učí z předchozích zkušeností. [18]
Poslední neméně důležitou částí jsou multiagentní systémy, které jsou využívány pro mode-
lování sociálních sítí z důvodu snadné reprezentace lidského chování pomocí agentů, kteří
mohou být svým chováním lidské společnosti velmi blízcí.
2.3.1 Důležité rysy dynamické sítě
Jedním z nejdůležitějších rysů dynamické sítě je tzv. reciprocita, což se dá volněji přeložit
jako oboustrannost nebo vzájemnost. Reciprocita je definovaná tak, že když existuje vazba
z uzlu A do uzlu B, pak musí existovat i vazba z uzlu B do uzlu A. Z předchozího popisu
vyplývá, že se tato vlastnost diskutuje pouze v případě orientovaných grafů. V případě
neorientovaných grafů nemusíme tuto vlastnost zkoumat, protože ji mají všechny vazby.
Dalším zkoumaným rysem je tzv. přednostní vazba (preferential attachment), který zkoumá
například Mislove a jeho kolektiv. [15] Hovoří o tom, že pokud má uzel vysoký počet vstup-
ních hran, pak je větší pravděpodobnost, že utvoří další vazbu. Tato vlastnost se stejně jako
reciprocita týká pouze orientovaných grafů. Mezi další důležité rysy patří tzv. proximity.
Jedná se o minimální vzdálenost mezi dvěma uživateli, kteří ještě vazbu mezi sebou nemají,
ale v budoucnu vazbu utvoří. [15]
2.3.2 Vlastnosti sítě v praxi
Analýza dynamických sítí je hojně využívána firmami, které zjišťují, jak jejich produkty
působí na zákazníky. Existuje několik vlastností, podle kterých společnosti určují svou po-
pularitu. Mezi nejdůležitější vlastnosti patří rozpětí (reach), která by měla vypovídat o efek-
tivním rozšiřování skupiny uživatelů, růstu počtu aktivních uživatelů, rychlosti a četnosti
informování. Další vlastností je jednání (engagement) se zabývá zejména profilem firmy,
kdy se měří nárůst návštěvníků jejich stránek, čas strávený na nich, počet návštěv, počet
komentářů atd. Poslední důležitou vlastností je vliv (influence), který je možný chápat jako
stupeň pozornosti a může být počítán různými způsoby. Závisí například na tom, kolika
lidem se líbí daná fotka nebo na průměrném počtu přátel. [17]
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2.3.3 Modelování dynamické sítě
V této kapitole budou popsány různé způsoby, kterými se dá definovat případně i modelovat
sociální síť. V dynamické analýze se nejčastěji sociální sítě popisují tzv. Euclidean latent
space. Jedná se o eukleidovský prostor s určitými vlastnostmi, které se zaobírají tím, že
vztahy nejsou vždy na první pohled viditelné, a nemusejí se projevovat tak, jaké jsou ve
skutečnosti. V tomto prostoru se mohou vykonávat pouze malé změny, velké jsou nemožné,
protože i lidské vztahy se mění pomalu a postupně, je velmi nepravděpodobné například na-
jednou zrušit vazby se všemi přáteli. V tomto prostoru také platí, že je mnohem jednodušší
utvořit vazbu s objekty, které jsou blízko, než vazbu mezi dvěma vzdálenými objekty. [18]
Další z možností, jak definovat sociální síť je přes spojité grafy veřejných nebo částečně
veřejných profilů. Profily neboli uzly v síti nepokládáme za příliš důležité. Hlavní, co nás
zajímá jsou hrany, které vypovídají o vztazích mezi uživateli. O veřejném profilu hovoříme
tehdy, když přístup ke všem informacím daného uživatele mají všechny uzly v síti. Částečně
veřejný profil poskytuje informace pouze těm uživatelům, se kterými je utvořena vazba.
V analýze pro nás nejsou veřejné profily až tak zajímavé, protože víme, že se informace
může rozšířit kamkoliv. U uživatelských profilů existují různé stupně zveřejňování informací.
Uživatel si může nastavit, zda jeho informace budou viditelné pouze pro něho samotného
nebo pro jeho přátele, se kterými má utvořenou vazbu, nebo i pro přátele jeho přátel nebo
kohokoliv.
Jiný přístup se dívá na dynamickou síť jako na populaci měnící se v čase. Formálně ji
definují ve svém článku Tanja Berger-Wolf a Jared Saia. Jelikož jde o dynamickou analýzu,
zajímáme se o změny sítě v čase, proto síť analyzujeme po určitých časových krocích. V tom
případě máme po každém kroku jiný stav populace P1, P2, ..., PT . Stav populace má vyja-
dřovat množinu objektů X a vazeb mezi nimi, kdy tyto stavy P1, P2, ..., PT jsou vzájemně
disjunktní. Tato teorie se zaobírá zejména podobností skupin, ale věřím, že je možné ji apli-
kovat i přímo na jedince. Jedinci tvoří množinu X = {x1, x2, ...., xn, }, kde n značí velikost
populace a skupina g je podmnožinou množiny jedinců g ⊆ X. Vztah mezi dvěma skupi-
nami g a h označuje jako podobnost sim(g, h). Dvě skupiny označujeme za podobné, pokud
je hodnota sim větší nebo rovna než námi určený práh β. Hlavními vlastnostmi podobnosti
je, že maximální hodnoty dosahuje, když sim(g, g). Podobnost sim(h, g) monotónně roste
s růstem |h∩g|, když |h|+ |g| je pevně dané. Podobnost sim(h, g) monotónně roste s pokle-
sem |h|+ |g|, když je |h∩g| pevně dané. Sociální síť modelujeme grafem G = (V1, ..., VT , E),
kde Vi je množina skupin v Pi a (gi, gj) ∈ E, pokud P (gi < P (gj)) a sim(gi, gj) ≥ β.
Jedná se o orientovaný acyklický graf, kdy hrany vždy vedou z předchozího stavu času do
následujícího časového kroku. Hraně můžeme udat váhu w(gi, gj) = sim(gi, gj). [2]
Již bylo popsáno, jak síť popsat, definovat a nyní se dostáváme k modelování sociální
sítě. Jelikož se sociální síť v průběhu času mění, je vhodné ji modelovat nějakým dynamic-
kým systémem. V něm je možné simulovat, jaké situace můžou nastat a k jakým to vede
závěrům. Za nejvhodnější systémy jsou považovány multiagentní systémy, které jsou struk-
tuře i chování sociální sítě velmi blízké. Jedná se o distribuované decentralizované systémy
skládající se z několika druhů autonomních inteligentních agentů, kde agenti zastupují uži-
vatele sociální sítě. Použití multiagentních systémů pro sociální sítě bude popsáno v dalších
kapitolách.
2.3.4 Linková analýza
Linková analýza se používá k analýze dat v síti a k vyhodnocení vzorců chování mezi uzly v
síti. Toho je možné využívat k predikci, jak se bude pravděpodobně síť chovat v budoucnu.
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Skládá se ze čtyř hlavních kroků, kde se začíná zpracováním dat ze sítě, pokračuje se
transformací, analýzou a vizualizací.
K získávání dat ze sociální sítě se využívají metody určené k prohledávání grafu, které
jsou popsané v kapitole 3.1, jako jsou náhodné procházky, prohledávání do šířky nebo do
hloubky. Data se poté transformují do podoby, která je nejvíce vhodná k jejich zpracování.
K vyhodnocení chování sítě se používají zejména neuronové sítě, kteří síť klasifikují a podle
nalezených vzorů dokážou predikovat i její budoucí chování. Z neuronových sítí se nejčastěji
používají sítě učící se pomocí učení s učitelem. Podrobněji jsou popsány v kapitole 3.3. Jedná
se o rozhodovací strom, support vector machine a vícevrstvý perceptron.
Linková analýza se používá zejména ze třech důvodů. Kvůli najití vzorců chování sítě,
jak jsme již zmínili výše, nalezení anomálií, které nalezené vzory porušují a nalezení nových
vzorů, zasluhujících si pozornost. V praxi se predikce pomocí linkové analýzy se využívá
například při monitorování a analyzování teroristické sítě, kde se zjišťuje, kteří lidé spolu
spolupracují, případně budou spolupracovat. Také se snaží odhalit skryté vazby mezi urči-
tými osobami. [1]
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Kapitola 3
Metody pro dynamickou analýzu
V této kapitole budou popsány metody, které je vhodné použít, abychom analyzovali vlast-
nosti sítě popsané v předchozí kapitole. Nejdříve se budeme zabývat přístupem k datům,
jak je získat, aby byly vhodné pro danou analýzu. Dále si přiblížíme metody pro statickou
analýzu sociální sítě, linkovou analýzu a nakonec metody multiagentních systémů.
3.1 Metody pro získání dat ze sociální sítě
Následující metody popisují, jak je možné získat data ze sociální sítě. Předpokládáme,
že sociální síť je grafem, kde jednotliví uživatelé jsou zastoupeni uzly a vazby mezi nimi
hranami. Bude se proto jednat převážně o grafové algoritmy. Použití metod se různí podle
toho, jak chceme síť analyzovat. Některé metody jsou vhodné pro odhalování spojitých
částí sítě - komunit, jiné zase pro komplexní prohledání celé sítě. Většinou jsou sociální
sítě tak rozsáhlé, že nejdou úplně celé analyzovat do detailu. Proto se zaměřujeme spíše na
reprezentativní vzorek, který nám pomůže popsat charakteristiku sítě, nebo pouze na její
část, případně na souhrnnou analýzu.
Data ze sociální sítě mohou být sbírány dvěma způsoby, buď metodami s nahrazováním,
kdy je možné uzel navštívit i vícekrát, mezi které patří například
”
náhodné procházky (ran-
dom walks)“. Nebo metodami bez nahrazování, kdy je možné uzel navštívit pouze jednou,
do kterých zahrnujeme
”
techniky procházející graf (graph traversal techniques)“. Mezi ně
patří prohledávání do šířky, do hloubky a metody sněhové koule.
V obrázku 3.1 je znázorněné porovnání jednotlivých metod při získávání informací
o stupni jednotlivých uzlů. V sociální síti stupeň uzlu určuje počet uživatelů, se kterými
má daný uživatel nějakou vazbu. Číslo 〈k〉 určuje průměrný skutečný stupeň uzlu v síti,
kterému se nejvíce blíží hodnoty vypočítané metodou Metropolis-Hastings Random Walk.
Oproti tomu výsledky Random Walk zvyšují hodnoty stupně uzlu až k-krát. [13]
3.1.1 Náhodné procházky (Random walks)
Metody náhodných procházek slouží k prozkoumávání grafu, například určování stupně uzlu
(počet uzlů, s kterými je daný uzel spojený hranou). Metod náhodných procházek je více,
my se budeme zabývat klasickými náhodnými procházkami (RW), Metropolis Hastings Ran-
dom Walk (MHRW) a převáženými náhodnými procházkami (Re-weighted random walks
- RWRW). Klasické náhodné procházky prohledávají prostor orientovaného nebo neorien-
tovaného grafu G = (V,E). Začínají v počátečním uzlu s ∈ V . V dalším kroku se vybírá
několik sousedů uzlu s, kdy se počet uzlů, které se navštíví, vybírá podle uniformního
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Obrázek 3.1: Porovnání výsledků různých metod v určování stupně uzlů grafu na Facebooku
(〈k〉 označuje průměrný stupeň uzlu sítě) [12].
rozložení. Počty sousedních uzlů se počítají z pravděpodobnostní matice, která obsahuje
hodnoty podle Markovových řetězců. U těch vždy závisí hodnota následujícího stavu pouze
na stavu předchozím. Pravděpodobnost, že dalším prohledávaným uzlem z uzlu v bude uzel
w je:
P (v, w) =
{ 1
kv
pokud v je sousedem w;
0 jinak
Výsledky klasických náhodných procházek ve většině případů nedávaly odpovídající vý-
sledky, protože zvětšovali stupeň uzlu z reálné hodnoty k až na k2. Proto bylo nutné vy-
počítané výsledky korelovat, což umožňuje například metoda Re-weighted random walks.
Ta převažuje výsledky pomocí Hansen-Hurwitz odhadu [13], které jsou pak velmi blízké
skutečným hodnotám. [11] Metropolis Hastings Random Walk (MHRW) se také zabývají
tím, jak se přiblížit reálnému stupni uzlu a uměle nezvyšovala jeho hodnotu. Řeší to jinou
funkcí pravděpodobnosti přechodu do sousedního uzlu, kdy přidává možnost udělat vlastní
smyčku a tím zůstat v aktuálním uzlu. Pravděpodobnost, že z uzlu v přejdeme do uzlu w
je následující:
P (v, w) =

1
kv
·min(1, kvkw ) pokud v je sousedem w;
1−∑y 6=v P (v, y) pokud v = w;
0 jinak,
kde kv je stupeň uzlu v. [12]
3.1.2 Prohledávání do šířky (Breadth first search - BFS)
Prohledávání do šířky se využívá zejména pro zkoumání rozsáhlých neprobádaných sítí,
čemuž sociální sítě přesně odpovídají. Proto patří BFS u sociálních sítí k nejužívanějším.
Je vhodný zejména k prohledávání daného regionu grafu, protože je schopen v něm pro-
zkoumat všechny uzly i hrany. Toho se může využít pro zkoumání topologických vlastností
jako je například nejkratší cesta, shlukování, nebo struktury dané komunity. Toto je hlavní
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výhodou oproti náhodným procházkám. Nevýhodou je, že pomocí BFS nemůžeme zobecnit
výsledky získané z části sítě pro celou síť, protože oproti reálným hodnotám stupňů uzlů
jsou hodnoty získané BFS mnohem vyšší. Empirické zkoumání sociální sítě tuto myšlenku
jen dokázalo. [11]
Prohledávání do šířky je algoritmus schopný prozkoumat uzly orientovaného nebo neo-
rientovaného grafu G = (V,E). Začíná se prohledáváním od počátečního uzlu s ∈ V , tím,
že se procházejí všichni jeho sousedé W . Poté se pokračuje prohledáváním sousedů všech
uzlů W . Ze všech prohledaných uzlů se vytváří strom, jehož kořenem je uzel s a ostatní uzly
jsou s ním spojeny nejkratší cestou. Graf je reprezentován seznamem sousedů a každý uzel
je prohledáván pouze jednou. Prohledávání do šířky je omezené, protože dokáže vyhledat
pouze takové uzly v, které leží v komponentě souvislosti počátečního uzlu s. To znamená, že
mezi uzly s a v musí vést cesta. Proto algoritmus BFS nenalezne izolované části grafu. [14]
Prohledávání do šířky se dříve používalo pro sbírání dat ze sociálních sítí nejčastěji. Pokud
byl však použit pouze reprezentativní vzorek dat, docházelo k velkému zkreslení celé sítě
tak, že metoda zvyšovala stupně uzlu. Proto bylo nutné prohledávat úplně celou síť, což už
nebylo efektivní. [11]
3.1.3 Prohledávání do hloubky (Depth first search - DFS)
Prohledávání do hloubky je dalším algoritmem k prozkoumávání orientovaných i neorien-
tovaných grafů G = (V,E). Začíná také prohledáváním z počátečního uzlu s ∈ V , ale
nalezne vždy jen prvního souseda w, kde (s, w) ∈ E, pokud nějaký existuje. Dále pokračuje
hledáním souseda w a tímto způsobem se dále zanořuje. Každý uzel w si pamatuje svého
předchůdce pi[w], ke kterému se navrací, pokud nemá žádného souseda. Prohledávání do
hloubky na rozdíl od prohledávání do šířky je schopné najít všechny uzly grafu a vytváří
tak les Gpi = (V,Epi), kde Epi = (pi[w], w) : w ∈ V, pi[w] 6= NIL. [14]
3.1.4 Metoda sněhové koule (Snowball sampling - SBS)
Metoda sněhové koule slouží k prohledávání sítě a získání informací z ní. Je založena na
rekurzivním vyhledávání, které začíná počátečním uzlem a pokračuje prohledáváním jeho
sousedů (podobně jako prohledávání do šířky). Takhle na sebe nabaluje další uzly, čímž
simuluje chování sněhové koule. Tato technika vzorkování lze používat zejména v sítích, na
které hledáme komplexní pohled a její struktura je nám neznámá. Proto se často používá
na prohledávání uživatelů drog nebo teroristických skupin. Není však vhodná pro globální
zkoumání sítě, protože nedokáže vyhledat osamocené entity sítě. Izolované skupiny nebo
uzly jsou však často důležité pro analýzu sítě.
3.2 Metody pro určení statických vlastností sítě
Síť staticky analyzujeme z dat získaných některou metodou popsanou v minulé kapitole.
Statické vlastnosti počítáme pro každý uzel, pro každou hranu, pro konkrétní oblasti sítě
i pro celou síť. Statické vlastnosti sítě získáváme pomocí vzorců popsaných v kapitole 2.2
o statické analýze.
3.2.1 Shlukovací metody
Shlukovací metody se používají k odhalení komunit v rámci sítě. Shlukovací metody můžou
být dvou druhů, buď hierarchické nebo nehierarchické. V analýze sociálních sítí se více
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používají metody hierarchické, které se vyznačují spojováním nebo rozdělováním shluků.
Metoda shlukování zdola-nahoru začíná se stejným počtem shluků jako je objektů v síti.
Každý shluk tak obsahuje jeden objekt. Poté se slučují nejpodobnější shluky a shlukování
je ukončeno až je dosaženo požadované úrovně nebo všechny uzly jsou sloučeny do jednoho
shluku. Shlukování metodou shora-dolů začíná jedním shlukem, do kterého jsou sloučeny
všechny uzly. V dalším kroku se z něj oddělí co nejvíce rozdílné části a tento postup po-
kračuje do té doby, dokud není splněna ukončovací podmínka nebo není v každém shluku
pouze jeden uzel. Shluky se spojují nebo rozdělují zejména na základě čtyř hlavních metrik:
• Minimální vzdálenost: dmin(Ci, Cj) = minpi∈Ci,pj∈Cj |pi − pj |
• Maximální vzdálenost: dmax(Ci, Cj) = maxpi∈Ci,pj∈Cj |pi − pj |
• Střední vzdálenost: dmean(Ci, Cj) = |mi −mj |
• Průměrná vzdálenost: davg(Ci, Cj) = 1ninj
∑
pi∈Ci
∑
pj∈Cj |pi − pj |,
kde |pi − pj | je vzdálenost mezi objekty pi a pj , mi je střed třídy a ni je počet objektů
ve třídě.
U hierarchických shlukovacích metod existuje pravidlo, že pokud dva shluky rozdělíme,
už je nemůžeme spojit. Stejně tak pokud spojíme dva shluky, už je nemůžeme rozdělit. Proto
nevhodný výběr shluků snižuje kvalitu výpočtu. Je pak vhodné tyto shlukovací metody
kombinovat s jinými shlukovacími metodami. [27]
3.3 Metody pro linkovou analýzu
Linková analýza slouží především k odhalení skrytých vazeb nebo ke stanovení předpokladu,
kteří dva uživatelé v budoucnu vazbu utvoří. Používá se k tomu množina dat získaná z pře-
dešlého chování sítě, která se snaží naučit posloupnosti chování sítě a asociace mezi vazbami.
Pro linkovou predikci se používají vlastnosti proximity 2.3.1, počet vlastností, které mají
dva uzly společné, počet sousedů a tak dále.
Problém linkové predikce si můžeme představit jako binární klasifikační problém, kdy
vždy pro dvojici uzlů určujeme, zda vazbu utvoří nebo nikoliv. Tento problém můžeme řešit
učením s učitelem. Učení probíhá pomocí metod strojového učení pomocí neuronových sítí
jako jsou vícevrstvý perceptron, radiální bázové funkce nebo support vector machine. Nej-
více se k určení linkové predikce používá nejkratší cesta nebo počet hran, které by tvořily
nejkratší cestu mezi uzly. Dalším důležitým rysem je index shlukování, které vypovídá o lo-
kální hustotě sítě, které bylo popsáno v kapitole 2.2.3. Sesbíraná data sítě z určitého časo-
vého období rozdělíme na trénovací a testovací množinu, kdy by trénovací data měla tvořit
převážnou většinu. Až se neuronová síť naučí chování sociální sítě na trénovací množině
a toto chování je otestováno na testovacích datech, je síť připravena pro předpokládání
budoucích stavů sítě. [1]
3.3.1 Rozhodovací strom (decision tree)
Metoda rozhodovacího stromu je vhodná pro svou přehlednost a snadnou interpretovatel-
nost výsledků. Cílem metody je identifikovat vstupní objekty do tříd. Jedná se o metodu
učení s učitelem, kdy se daná síť nejprve učí na trénovacích a testovacích datech. Podle
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správnosti rozřazení dat se pak upravuje struktura stromu. Pokud má takto sestavený
strom patřičnou úspěšnost, je schopný klasifikovat neznámá data. Rozhodovací strom ob-
sahuje tři typy uzlů. Rozhodovací typy, které se často zakreslují čtvercem, příležitostní uzly
a uzly koncové. Každý rozhodovací uzel stromu představuje jeden atribut vybraných ob-
jektů. Mezi výhody rozhodovacího stromu patří, že tato metoda je snadno pochopitelná,
lze použít i na nečíselné hodnoty a je možné ji použít s ostatními rozhodovacími metodami.
Její algoritmus je velmi rychlý, protože data mají stromovou strukturu. Nevýhodou je, že
pokud v analyzovaných datech existují atributy více úrovní, tak může dojít ke zkreslení
výsledků.
3.3.2 Support Vector Machine (SVM)
SVM je dalším klasifikačním algoritmem, který rozděluje data do dvou skupin. Úkolem SVM
je rozdělení prostoru s trénovacími daty nadrovinou tak, aby data jednoho poloprostoru
měly co největší minimální vzdálenost od roviny. Nadrovina je definovaná nejbližšími body,
které se nazývají podpůrné vektory (support vectors). Pokud nejsou data lineárně separo-
vatelná, je možné použít tzv. jádrovou transformaci, která dokáže převést lineárně nese-
parovatelnou úlohu na lineárně separovatelnou a tudíž řešitelnou metodou SVM. Jádrová
transformace je založena na transformaci dat do vyšší dimenze.
Obrázek 3.2: Neuronová síť SVM [19].
3.3.3 Vícevrstvý perceptron
Vícevrstvý perceptron patří mezi dopředné neuronové sítě sloužící k binární klasifikaci.
Mapuje vstupní vektor reálných na binární hodnoty výstupu f(x). Tvoří jej síť neuronů
uspořádaných do několika vrstev, která je plně propojená a řadí se mezi metody učení
s učitelem. Vrstvy jsou Oproti klasickému perceptronu dokáže klasifikovat i data, která
nejsou lineárně separovatelná. Všechny neurony přepočítávají svůj vstup pomocí nelineární
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aktivační funkce na výstup, které jsou definované následovně:
φ(yi) = tanh(vi) (3.1)
nebo (3.2)
φ(yi) = (1 + e
−vi)−1 (3.3)
Učení probíhá metodou backpropagation, které tvoří zpětné šíření chyby sítí. Podle něj
se pak upravují váhy jednotlivých neuronů. Chyba sítě se počítá jako rozdíl požadované
hodnoty a výsledku vypočítaného sítí.
3.3.4 Radiální bázové funkce - Radial Basis Functions (RBF)
Radiální bázové funkce slouží k interpolaci v multidimenzionálním prostoru. Mají dvě
vrstvy, kdy první je vstupní a druhá skrytá. Všechny vstupy xi jsou mapovány na všechny
neurony skryté vrstvy. Skrytá vrstva obsahuje neurony s radiální bázovou funkcí a s Gaus-
sovou aktivační funkcí.
Obrázek 3.3: Neuronová síť RBF [26].
Výstupem skryté vrstvy je y = g(f(−→x )), kde f(−→x ) je radiální bázová funkce a g(y) je
Gaussova aktivační funkce. Radiální aktivační funkce je definována následovně:
uk = ‖−→i −−→µk‖ =
√
sumni=1(ii − µki)2 (3.4)
yk = e
−(uk
σk
)2
, (3.5)
kde ii jsou vstupy, µk a σk jsou synaptické váhy a yk jsou výstupy skryté vrstvy. Na
konci je výstupní vrstva, kterou tvoří neurony s lineární bázovou funkcí a s lineární aktivační
funkcí:
yj = uj =
n1∑
k=0
wjkxk = wj0 +
n1∑
k=1
wjkyk, (3.6)
kde yj jsou výstupy sítě, yk výstup skryté vrstvy, wjk váhy výstupní vrstvy. Učení probíhá
tím způsobem, že chybu zpětně šíříme sítí a podle toho upravujeme váhy jednotlivých
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neuronů µk, σk i wjk. Velikost parametrů se pro urychlení algoritmu mohou určit metodami
shlukovací analýzy, jako je například k-means.
Výhodou RBF sítě je, že netrpí problémem lokálních minim jako metoda vícevrstvých
perceptronů.
3.4 Multiagentní systémy v sociálních sítích
V této kapitole si popíšeme, jak je možné modelovat sociální síť pomocí multiagentních
systémů a přiblížíme, které typy multiagentních systémů je vhodné použít a jak fungují.
3.4.1 Agenti
Dříve bylo téměř nemožné si představit, že by počítačové programy mohly mít nějaký men-
tální stav. Avšak tento postoj byl změněn s nástupem agentních systémů. Každý agent je
vybaven určitou dávkou inteligence, podle které je schopen samostatně jednat v různých
situacích. Vnitřní architektura agenta je tvořená senzory, kterými je schopný vnímat změny
okolního světa i přijímat zprávy od ostatních agentů. Jedněmi z nejdůležitějších částí agenta
jsou modul vnitřní reprezentace, který zpracovává vnější podněty a je schopen si je zapa-
matovat, a modul plánování činnosti systému řídící chování agenta podle jeho plánů a cílů.
Aby mohl agent aktivně interagovat s okolním světem, obsahuje také modul aktuátorů, což
můžou být libovolné prostředky ovlivňující okolí a komunikující s agenty.
3.4.2 BDI logika
V BDI agentních systémech jsou hlavními charakteristikami agenta Beliefs (představy),
Desires (přání) a Intentions (záměry). Beliefs (představy) jsou informace, jaké má agent o
okolním světě. Nazýváme je představami, protože mohou být zastaralé nebo nepřesné. Tyto
představy se mohou od reálného světa lišit, jak se to může stát i v běžném životě. Desires
(přání) jsou všechny možné stavy věcí, kterých chce agent dosáhnout. Tyto touhy a přání
nejvíce ovlivňují agentovy akce, avšak nemusí být vždy vzájemně slučitelné. sIntentions
(záměry) jsou stavy věcí, o které se agent rozhodl usilovat. Záměry mohou být cíle, kterých
chce dosáhnout, a podle toho naplánuje své následující chování. V závislosti na tom, jak se
okolní prostředí mění, je agent schopen měnit nebo upravovat své plány.
3.4.3 AgentSpeak
AgentSpeak patří mezi nejpoužívanější jazyky implementující BDI architekturu. Umožňuje
konkrétní realizaci systému, která vychází z formálních předpokladů. Základem jazyka jsou
představy, cíle a plány. Plány jsou tvořeny akcemi a spouštěcími událostmi. Představy jsou
implementací formulí predikátové logiky. Cíle můžeme rozdělit na dva typy, kterými je
cíl dosažení !g(t1, t2, ..., tn) a cíl testování ?g(t1, t2, ..., tn), kde g je predikátový symbol a
t1, t2, ..., tn jsou termy. Každý agent má bázi představ a cílů, do které je možné představy
přidávat +b(
−→
t ) nebo odebírat −b(−→t ). Událost může být spuštěna buď jako součást plánu
nebo na základě podnětu z okolí. Plán představuje sekvenci akcí nebo cílů, kde akce je
externí událost, která ovlivňuje stav prostředí a báze znalostí ostatních agentů.
Systém je v AgentSpeaku definován jako osmice Ag =< B,P,E,A, I, Sε, So, Sl >, kde
B je množina představ, P je množina plánů, E je množina událostí, A množina akcí, I
množina záměrů Sε, So, Sl jsou funkce pro výběr z množiny událostí, výběr aplikovatelného
plánu a výběr záměru. Záměrem rozumíme nějakou posloupnost plánů a může být vyvolán
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spouštěcí událostí z okolí nebo jako součást jiného plánu. Spouštěcí událost může mít více
relevantních plánů, ze kterých se za aplikovatelné považují ty, které mají všechny podmínky
splnitelné. Z aplikovatelných plánů se vybere ten, který je na vrcholu zásobníku a začne se
provádět.
Jak jsme již zmínili, aby se plán stal aplikovatelným, musí být všechny jeho podmínky
splnitelné. To znamená, že formule uvedené jako podmínky jsou substitovatelné a unifikova-
telné v dané bázi představ agenta. Substituce f [x/t] znamená, že všechny výskyty proměnné
x ve funkci f jsou nahrazeny termem t. Unifikátor σ formulí f1 a f2 je množina substitucí
σ = {[x1/t1], [x2/t2], ..., [xn/tn]}, pro kterou platí, že f1σ = f2σ.
Pokud je plán aplikovatelný, začne se provádět jeho první akce, která je uložena na
vrcholu zásobníku. Může jít buď o cíl testování ?g(t), kde se hledá nejobecnější unifikátor
v bázi představ. Substituovaný term t pak může být použit ve zbývajících částech plánu.
Další možností je cíl dosažení !g(t), kdy je generována vnitřní událost ve tvaru < +g(t), i >,
a ve vykonávání plánu se pokračuje až je událost zpracována, je dosaženo daného cíle. Částí
plánu mohou být také externí akce a(t), po níž může dojít ke změně prostředí, případně
upravení báze znalostí agenta. Plán je vykonán úspěšně, je dosaženo cíle a záměr je naplněn
v případě, že je nastavena konstanta na T.
Chování agentů v AgentSpeaku obvykle probíhá v nekonečné smyčce a jejich život buď
může být ukončen interním příkazem nebo externím zásahem uživatele. [25]
Obrázek 3.4: Interpretační cyklus AgentSpeaku [3].
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3.4.4 Komunikace mezi agenty
Obrázek 3.5: Komunikace agenta s prostředím [3].
Komunikace mezi agenty je v multiagentním systému založena na řečových aktech reali-
zovaných pomocí KQML a FIPA komunikačních jazyků. Na začátku každého rozhodovacího
cyklu agenta jsou zkontrolovány zprávy, které mu došly od ostatních agentů. Zprávy jsou
druhem interní akce agenta a mají následující strukturu:
.send(receiver, illocutionaryforce, propositionalcontent)
Příjemce zprávy, agent, je definován termem receiver. Nemusí však být jediný, lze použít i
seznam agentů a zprávu tak poslat jako multicast. Content je term reprezentující literály
spouštěcí události, plánu, případně seznamu jednoho z nich. Illocutionaryforce chápeme
jako vyjadřovací sílu, která nám přiblíží záměr odesílatele. Existuje jí několik typů: tell
obohatí příjemce zprávy o nějakou znalost, která platí, untell říká agentovi, co neplatí,
achieve mu definuje cíl, kterého má dosáhnout. Dalšími typy jsou dotazovací zprávy, kdy se
agent snaží něco dozvědět, buď od jediného agenta askOne nebo ode všechaskAll. Posledním
druhem zpráv jsou takové, které ho informují o tom, jak vykonat nějaký plán tellHow.
Agenti nemusí posílat zprávy jen konkrétním uživatelům, ale mohou poslat zprávu všem
uživatelům v síti tzv. broadcast. [4]
3.4.5 Prostředí
Jeden ze znaků autonomních agentů je, že mohou být situováni do nějakého prostředí, se
kterým mohou interagovat, případně se navzájem ovlivňovat. Prostředí však není nutně
nezbytné a multiagentní systém může existovat i bez něj. Agenti jsou schopní prostřední
ovlivňovat pomocí aktuátorů a změny z něj přijímají skrz své senzory. Prostředí implemen-
tuje zejména dvě metody. První je inicializace prostředí na začátku běhu simulace a druhá
zpracovává veškeré akce agentů v prostředí. Podle toho, jak agent ovlivní prostředí se mění
báze znalostí těch agentů, které tato změna ovlivnila. Bázi znalostí může měnit tak, že do ní
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je schopen přidávat nové poznatky, některé znalosti odstraňovat nebo smazat celé agentovo
povědomí. [4]
3.4.6 Multiagentní systém a jeho úložiště
FIPA (Foundation for Physical Intelligent Agents) se zabývá standardizací v multiagentních
systémech. Definuje, že pro správný běh multiagentního systému jsou nutné minimálně 3
nejdůležitější služby. První z nich je Agent management system, který se stará o chod
agentní platformy, zpracovává registrace nových agentů, jejich adresy a identifikační čísla,
zajišťuje komunikaci mezi agenty v rámci jedné platformy atd. Další důležitou službou je
Directory facilitator (adresář služeb) neboli
”
zlaté stránky“. Díky němu mohou agenti najít
spojení s ostatními agenty případně službami. Poslední nejdůležitější složkou multiagent-
ního systému je Message Transport System, zabývající se komunikací agentů, jak na jedné
platformě, tak zvládá i komunikaci mezi různými platformami.
Celý agentní systém má společné úložiště nazývané systém sociální sítě (Social Network
system - SNS). To poskytuje trvalé úložiště sítí, které je možné aktualizovat nebo z něj
získávat různé informace. Jednou z možností, jak definovat sociální síť je přes spojité grafy
veřejných nebo částečně veřejných profilů. Tyto profily pak ukládáme v každém časovém
okamžiku do systému sociální sítě (Social Network system - SNS). Kromě profilů jsou tam
samozřejmě uloženy i seznamy spojení mezi nimi. Ty považujeme v analýze sociální sítě za
mnohem důležitější, protože se často mění. [10]
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Kapitola 4
Návrh a implementace
V rámci implementace byly navrženy a naprogramovány tři části. První částí je simulace,
která modeluje chování sociální sítě, druhou částí je databáze zaznamenávající chování sítě
a třetí část tvoří analyzátor, který zpracovává data získaná v simulaci.
Ještě před samotným návrhem simulace však bylo nutné vybrat, která sociální síť bude
modelována. Návrh sociální sítě byl založen na chování reálné sociální sítě a uzpůsoben
podle možností simulačních nástrojů. Byl zaměřen zejména na vazby mezi uživateli a na
to, jak se uživatelé vzájemně ovlivňují a spolu interagují. Zároveň byl také navrhován ana-
lyzátor, který zpracovává data ze simulace a analyzuje chování modelované sociální sítě.
Samozřejmě další důležitou částí návrhu bylo rozhodnout, jak sesbírat data ze simulace tak,
aby byla forma uložených dat pro analýzu co nejvhodnější. Cílem implementační části naší
práce bylo vytvořit simulaci, která se co nejvíce blíží chování některé konkrétní sociální sítě,
a poté analyzovat chování sítě pomocí některých metod popsaných v kapitole 3.
4.1 Návrh sociální sítě
Nejdříve byla vybírána sociální síť, která bude k analýze nejvhodnější. Vybírali jsme ze
sociálních sítí popsaných v kapitole 2.1.1, kde jsme si přiblížili Facebook, Google+, Twit-
ter a MySpace. Nakonec jako nejvhodnější byla zvolena sociální síť Facebook, která je
nejvíce používána, propagována a zkoumána, proto se bude nejlépe určovat, zda simulace
síti odpovídá. Podle funkcí Facebooku byl vypracován návrh. Vzhledem k rozsahu práce
byly vybrány zejména základní funkce, které Facebook poskytuje. Jedná se o tzv.
”
Zeď“,
která umožňuje veřejnou komunikaci mezi uživateli prostřednictvím příspěvků, komentářů
a lajků.
4.1.1 Návrh simulace
Jádro Facebooku tvoří uživatelé a vazby mezi nimi. Na tuto část jsme se tedy zaměřili
především. Vazba, nazývaná přátelství, spojuje vždy právě dva uživatele, kteří se pak stanou
přáteli. Každý uživatel může mít libovolný počet přátel, které je schopný ovlivňovat svými
příspěvky, komentáři a lajky. Když uživatel vytvoří nějaký příspěvek, všichni jeho přátelé o
příspěvku ví a mohou na něj reagovat komentáři nebo lajkem, vyjadřujícím, že se jim daný
příspěvek líbí. Komentáře a lajky k příspěvku jsou přístupné přátelům autora příspěvku i
přátelům uživatele, který napsal komentář nebo dal lajk. Aktivitu uživatele v sociální síti,
jak často přidává příspěvky, komentuje a dává lajky definuje jeho vlastní role, která je mu
přidělena při registraci do sítě, a bude podrobněji popsána v další kapitole.
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Název role Zastoupení Příspěvky Komentáře Lajky
Tvůrce a poskytovatel obsahu 10% ano ano ano
Hodnotitel a distributor 10% ano ano ano
Hodnotitel obsahu 40% ne ano ano
Pozorující autorita 20% ne ne ano
Pozorovatel 20% ne ne ne
Tabulka 4.1: Rozložení rolí v systému.
Role uživatelů v sociální síti vypovídají o jejich aktivitě v síti, která ovlivňuje ostatní
uživatele. V reálné sociální síti samozřejmě při registraci do sítě žádná role přidělována
není, uživatelé jednají podle vlastního psychického rozpoložení a aktuálních nálad. Role
byly zvoleny podle statistik vytvořených z chování uživatelů v reálném Facebooku. Většina
zdrojů uvádí, že 80% obsahu tvoří 20% uživatelů. První, nejaktivnější skupinu tvoří 10%
uživatelů, tzv. Tvůrci obsahu, kteří často píšou příspěvky, přidávají komentáře a dávají
lajky. Druhou skupinu - Hodnotitelé a distributoři tvoří dalších 10% uživatelů, kteří se
také aktivně zapojují do dění v síti ve všech druzích komunikace, ale už ne tolik, jako
první skupina. Třetí skupina, Hodnotitelé obsahu, je zastoupená ve 40% a tito uživatelé
nepřidávají příspěvky, pouze komentují případně dávají lajky. Čtvrtou skupinou, Pozorující
autority, je 20% populace agentů a ti už jen dávají lajky. Zbylých 20%, Pozorovatelé, se
chová v síti pasivně a síť žádnými aktivitami neovlivňují.
4.1.2 Návrh databáze
Jak jsme již zmínili, bude důležité zaznamenávat aktivitu sociální sítě, abychom ji pak mohli
zpětně analyzovat. Všechny akce v simulaci budeme zaznamenávat do databáze s časovou
značkou, kdy se akce stala. Monitorujeme registraci uživatele do sítě a jeho roli a kteří
uživatelé spolu uzavřeli přátelství. Dále nás zajímají přidané příspěvky, u kterých ukládáme
jejich číslo a jméno autora příspěvku. Komentáře a lajky mají taky své identifikační číslo
a svého autora a navíc ještě ukládáme číslo příspěvku, ke kterému patří. ER diagram, na
základě kterého byla vytvořena struktura databáze je znázorněn v obrázku 4.1.
4.1.3 Návrh analyzátoru
Cílem analyzátoru je zpracovat získaná data ze simulace a analyzovat je. V rámci statické
analýzy je rozebírána síť zachycená v konkrétním časovém okamžiku. Pro tyto situace je
nejvhodnější získat stav sítě v daném okamžiku z databáze a tyto data převést do grafové
reprezentace. Z databáze vybereme data, která mají časovou značku před analyzovaným
časem. Vybíráme uživatele, u kterých časová značka vypovídá o registraci do sítě, a přá-
telství, kde časová značka znamená uzavření přátelství. Získaní uživatelé budou tvořit uzly
grafu a z přátelství je možné zjistit, které uzly mají mezi sebou vazbu a tak budou mít v
grafu společnou hranu.
4.2 Použité technologie
V této kapitole budou představeny technologie použité při implementaci simulace, databáze
a analyzátoru. Při jejich výběru byl kladen důraz zejména na vhodnost technologií vzhledem
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Obrázek 4.1: ER diagram aplikace (pro analýzu dat).
k teoretické reprezentaci problému.
Sociální síť byla simulována pomocí multiagentního systému. Mezi významné multi-
agentní systémy jsou řazeny JADE1, Jason2 a Netlogo3. Pro naši simulaci jsme hledali
multiagentní systém založený na BDI logice, protože ta je pro modelování sociální sítě ide-
ální, jak jsme se již dozvěděli v předchozích kapitolách. Ze systémů s BDI logikou jsme jako
nejvhodnější zvolili Jason, který si představíme v následující kapitole.
4.2.1 Jason
Jason je nástroj pro modelování multiagentních systémů a je implementací jazyka Agent-
Speak založeného na BDI architektuře. Nespornou výhodou Jasonu je jeho implementace v
Javě, kdy je možné využívat všechny její knihovny a také lze ocenit jeho multiplatformnost.
Mezi výhody Jasonu můžeme také řadit obsloužení chyb v plánech, podpora pro vytváření
různých prostředí, které se neprogramují v AgentSpeaku, ale v Javě. Oproti ostatním imple-
mentacím AgentSpeaku, Jason obsahuje také řečové akty, sloužící k interakcím mezi agenty.
Také představy, plány a akce jsou plně přizpůsobitelné uživateli.
Jason se liší ještě v několika dalších ohledech oproti AgentSpeaku. Místo atomických
formulí se používají literály a konjunkce literálů tvoří kontext. Termy mohou být proměnné,
seznamy, celá čísla a stejně tak řetězce. Při vyhodnocování proměnných se používá logika
stejná jako u Prologu, ze kterého je také převzata práce se seznamy a anonymní proměnné.
Jen syntaxe se od něj mírně liší. Dalším velkým rozdílem je, že v Jasonu existují tzv. anotace.
Ty určují, kdo je zdrojem informací.
I když formalizmus zavedený v AgentSpeaku neobsahuje obsluhu selhání plánu, tak v
Jasonu definovaná je. Pokud akce selže nebo nemá žádný aplikovatelný plán, pak je celý
plán, který selhal, odebrán ze zásobníku záměrů a interní událost je asociována s dalším
1JADE: http://jade.tilab.com
2Jason: http://jason.sourceforge.net
3Netlogo: http://ccl.northwestern.edu/netlogo
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záměrem. Pokud záměru neodpovídá žádný plán, je zlikvidován a v konzoli se objeví varovná
hláška.
Všechny plány se skládají z kontextu, který obsahuje podmínky nutné k tomu, aby bylo
aplikováno tělo plánu. V obou těchto částech plánu se mohou vyskytovat tzv. interní akce.
Jsou to různé funkce, které slouží pouze danému agentovi a nemůžou zasahovat do okolí.
V Jasonu jsou interní akce naprogramovány v Javě a jsou organizovány do knihoven akcí,
podle jejich účelu.
Vedle agentů je další důležitou částí multiagentního systému prostředí. Implementuje se
jako speciální java třída, ve které jsou specifikovány argumenty, který druh agenta prostředí
ovlivňuje a jak. Na začátku programu je možné prostředí inicializovat, v průběhu jeho běhu
jsou externí události agentů volány jako akce execution control. Multiagentní systém může,
ale nemusí prostředí obsahovat.
V multiagentním systému může existovat několik typů agentů, přičemž každý druh
agenta je naprogramován v jednom souboru. Každého druhu může existovat více instancí
- agentů. Ti jsou identifikováni pomocí svých specifických jmen, většinou tvořených jejich
rolí (typem agenta) a číslem. [3]
4.2.2 SQLite
Diplomovou práci tvoří simulační model, který vytváří sociální síť a modeluje vztahy a
chování mezi jejími entitami a analyzátor zpracovávající data ze sítě a monitorující její
změny. Proto vyvstává otázka, jak děje v modelu sociální sítě zaznamenávat. Jelikož veškerý
běh Jasonu je průběžně zapisován do konzole a není nikde uchováván, bylo nutné pro sběr
dat zvolit další nástroj. Protože ale nepotřebujeme nějaké rozsáhlé úložiště dat, plně nám
postačila databáze SQLite1.
SQLite je knihovna Javy implementující soběstačnou, transakční SQL databázi, která
nepotřebuje žádnou konfiguraci ani server. SQLite dokáže fungovat jako vložený databázový
stroj SQL, který nepoužívá zápis dat na server, ale zapisuje přímo do diskového souboru.
Tam je pak obsažena celá databáze se všemi tabulkami, indexy, triggery a pohledy. Databáze
může fungovat mezi různými platformami i architekturami.
4.2.3 Java a použité knihovny
Při analýze dat byla použita Java a její knihovny. Jelikož se sociální síť nejčastěji mode-
luje grafem, proto jsme využili několik knihoven zaměřených na práci s grafy. Zejména to
byla knihovna JUNG2 - Java Universal Network/Graph Framework, která se používá k mo-
delování, analýze a vizualizaci dat. JUNG architektura je navrhována pro různé varianty
reprezentací entit a jejich vztahů, jako jsou orientované, neorientované grafy, hypergrafy a
další. Implementuje také spoustu algoritmů z teorie grafů, data miningu i analýzy sociálních
sítí. Vizualizační framework umožňuje použití několika dispozic, jak lze grafy vykreslit.
4.3 Implementace multiagentního systému
Multiagentní systém je implementován podle návrhu popsaného v kapitole 4.1.1. Uživatelé
sociální sítě jsou modelováni agenty typu user a každý má přiřazenou roli, kterou v systému
představuje. Dalším typem agenta je tzv. manager zabezpečující běh systému sociální sítě
1SQLite: http://sqlite.org
2JUNG: http://jung.sourceforge.net
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jako registraci uživatel do sociální sítě a další funkce. Všichni agenti jsou zabudováni do
prostředí, které slouží k publikování příspěvků, komentářů a lajků. Jednotliví agenti typu
user spolu komunikují, zda spolu uzavřou přátelství.
4.3.1 Manager
Manager má tu výhodu, že má přístup ke všem informacím v síti. Nejedná se o reálného
uživatele sociální sítě, ale spíše o realizaci správy systému, který zprostředkovává operace
v síti a má všechny dostupné informace o uživatelích a vazbách mezi nimi. Manager má
k dispozici seznam všech uživatelů sociální sítě, ví, jaké přátele mají jednotliví uživatelé a
realizuje zápis všech důležitých událostí do databáze. Další, co může manager zajišťovat je
vyhledávání nových přátel pro uživatele, který o to zažádá.
Manager existuje pouze jeden a žije v nekonečné smyčce, kdy každý záměr next step
vyvolává další next step. V rámci každého svého kroku má možnost registrovat nového
uživatele do sítě prostřednictvím interní akce prostředí, což je realizováno jako vytvoření
nového agenta typu user funkcí create agent. Vznik uživatele je zaznamenán do databáze.
Manager má výhradní přístup do databáze. Při své inicializaci otevře spojení s data-
bází pomocí interní akce třídy db.zapisDoDB. Ta zavolá spojení třídy Connection a vymaže
všechna data z databáze, aby databáze obsahovala pouze data z aktuálního běhu simulace.
Každá změna prostředí, která se v simulace stane, je managerem zapsána do databáze s
časovou značkou pomocí interní akce db.zapisDoDB. Interní akce má vždy několik parame-
trů, které se obsahují identifikátor akce, která se v prostředí stala a informace o dané akci
(například jméno autora příspěvku, číslo příspěvku a čas, kdy byl příspěvek vložen). Interní
akce je schopná podle identifikátoru akce roztřídit o jaké informace se jedná a podle toho
volá danou funkci z třídy Connection, která realizuje vložení dat do databáze.
V rámci implementace jsme narazili na problém s přístupem do SQLite. Pokud do data-
báze chtěl zapisovat každý uživatel jednotlivě, musel mít každý otevřený vlastní připojení,
protože každý agent běží ve svém vlastním vlákně. Navíc docházelo k chybám kvůli více
přístupům do databáze najednou. Proto údaje do databáze zapisuje pouze agent manager,
který otevírá pouze jedno připojení k databázi a přistupuje k ní pouze z jedné třídy, která
obsluhuje jeho interní akce.
4.3.2 Uživatel
Jakmile je agent user vytvořen, je mu pomocí jeho interní funkce vygenerována role, kterou
bude v sociální síti zastupovat. Role jsou určovány random generátorem, který je vytváří v
takovém poměru, jak bylo popsáno v kapitole 4.1.1. Agent user funguje v nekonečném cyklu,
kdy v rámci jednoho kroku má vždy možnost vykonat nějakou akci, která závisí na jeho
roli. Pokud nemá naplánovanou žádnou reakci na akce z okolí, tak je akce vybírána interní
funkcí count.chooseAct, která volí mezi přidáním přítele, napsáním příspěvku (pokud to
uživatelova role dovoluje) a neuděláním ničeho. Uživatel vnímá dění v okolním prostředí
tak, že mu přibývají znalosti v jeho bázi znalostí a on je schopen toto přidání zachytit.
Pokud jeho přítel přidá příspěvek, může si uživatel naplánovat, jestli na něj bude reagovat
a jak. Reaguje buď komentářem nebo lajkem a tak přes interní akci ovlivňuje okolí.
4.3.3 Prostředí
Prostředí v popisovaném multiagentním systému dělí interakce podle rolí agentů. Ma-
nager ovlivňuje okolí pouze tím, že registruje nové uživatele. Uživatel vykonává v prostředí
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Obrázek 4.2: Role uživatelů a jak se vzájemně ovlivňují
všechny akce známé z Facebooku a znalosti o těchto akcích přidává do báze znalostí všech
svých přátel a do báze znalostí managera. Akce uživatele jsou tříděny podle prvního pa-
rametru funkce, zbytek parametrů slouží k distribuci nové informace do prostředí. Žádná
nová informace není přístupná všem uživatelům, pouze přátelům. Prostředí tak zajišťuje
její distribuci do báze znalostí přátel.
4.3.4 Komunikace mezi agenty
Komunikace probíhá zejména u vytváření přátelství mezi uživateli. Nejprve uživatel, který
má zájem mít nového přítele pošle zprávu askOne managerovi, který má komplexní přehled
o celé síti, aby mu nabídl nějakého přítele. Zpráva askOne může být dvou typů. První typ
slouží k dotazování na nějakou znalost, která je v bázi znalostí příjemce zprávy. Druhý
typ chce po příjemci, aby pomocí nějakého záměru informaci zjistil nebo nějak získal. V
našem případě .send(manager, askOne, najdiPritele(Me, ), najdiPritele(Me,Pritel)) je
nesmyslné mít v bázi znalostí seznam agentů, kteří se mají stát přáteli, proto použijeme
druhý typ a kandidáta na přítele zjistíme pomocí záměru.
Managera je nutné se také zeptat ve chvíli, kdy agent komentuje nebo dává lajk něja-
kému příspěvku. Důvodem je, že se komentáře a lajky nezobrazují pouze přátelům autora
komentáře (lajku), ale také přátelům, autora příspěvku, k jejichž seznamu by neměli mít
jednotliví uživatelé přístup.
4.3.5 Simulační versus reálný čas
V multiagentním systému simulujícím sociální síť neběží reálný čas, tak jako v běžném
životě, proto je běh času simulován iteračními cykly. Všichni agenti mají svůj vlastní životní
cyklus, kdy v každém jeho kroku komunikují s prostředím. Buď může vykonávat nějakou
akci, nebo nedělat nic. Což je uměle vytvořená akce, která pouze inkrementuje časový čítač.
Podle velikosti sítě můžeme vhodně vztáhnout simulační čas vůči reálnému.
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4.4 Analyzátor
Cílem analyzátoru je zpracovat a rozebrat data získaná ze simulačního modelu. Imple-
mentace analyzátoru dat je provedena v Javě s pomocí různých jejích knihoven. Jelikož
většinu algoritmů na analýzu sociální sítě tvoří částečně i algoritmy z teorie grafů, tak byla
data z databáze převedena do grafové struktury tak, jak je popsáno v podkapitole 4.1.3.
Jednotliví uživatelé tvoří uzly neorientovaného grafu UndirectedSparseGraph a jsou repre-
zentovány třídou Vertex. Přátelství mezi uživateli je modelováno hranami třídy Edge. Nad
takto vzniklou grafovou strukturou je možné spouštět grafové algoritmy, jako například
Dijkstrův algoritmus na nalezení nejkratší cesty mezi dvěma uzly a další.
V rámci statické analýzy byly počítány hodnoty různých vlastností jednotlivých uzlů
popsané v kapitole 2.2.1. Degree centrality je vlastnost zjišťující počet sousedů každého
uzlu, což je v rámci grafové struktury počet hran vycházejících z daného uzlu. Betweeness
centrality, počet nejkratších cest mezi všemi uzly, které vedou přes uzel, pro který se počítá
výsledná hodnota, je počítána po mocí metody z knihovny JUNG, která bere jako parametr
Graph g. Closeness centrality je nazývaná též jako blízkost uzlu. Je implementovaná jako
převracená hodnota nejkratších cest z daného uzlu do všech ostatních, které jsou vypočítány
Dijkstrovým algoritmem. Síla vazeb mezi jednotlivými uzly v rámci analýzy nebyla roze-
bírána, protože simulátor sociální sítě neobsahuje detailní informace o jednotlivých uzlech,
jako je místo bydliště uživatele, jeho koníčky a další.
Dynamická analýza se skládá ze statické, která byla popsána výše, linkové analýzy, které
se budeme věnovat na následujících řádcích a multiagentního systému, který tvoří simulátor.
Jelikož linkovou analýzou používáme k predikci budoucího chování sítě je prováděna pomocí
neuronové sítě jako učení s učitelem. Neuronovou síť je nutné nejprve naučit na trénovacích
datech a poté ověřovat korektnost jejího chování pomocí testovacích dat. Jelikož jsou akce
odehrávající se v síti uloženy s časovou značkou, můžeme tak část vývoje sítě použít jako
trénovací data a zbylou část dat jako testovací.
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Kapitola 5
Analýza, diskuze a možná rozšíření
Cílem analýzy bylo posoudit, zda se chování námi implementovaného simulačního modelu
blíží chování reálné aplikace a ověřit funkčnost a použitelnost vybraných metod popsaných
v kapitole 3. Řeší se, jestli se uživatelé sítě chovají podle rolí, které jim byly přiděleny a
zda statistiky chování našeho modelu odpovídají chováním na Facebooku. Jsou diskuto-
vány různé metody, jakými je možné řešit rozličné situace v rámci návrhu, implementace i
analýzy. Také se zabýváme možnými rozšířeními, která by byla přínosem v případě, že by
se na práci dále navázalo.
5.1 Analýza sítě
Analýza sítě byla prováděna vždy na jednom běhu simulace. Bylo zjišťováno, jaká je ideální
délka běhu a na tu pak byla simulace nejčastěji spouštěna. Data získaná ze simulace byla
zpracovávána pomocí analyzátoru, který vyhodnocuje vlastnosti každého uzlu. Ty byly
uloženy do souboru csv a z těchto dat byly vykreslovány grafy.
5.1.1 Experimenty s modelem
Simulaci jsme spouštěli na různých systémech různě dlouhou dobu a pozorovali jsme, jak se
chování v síti mění a jakého největšího rozsahu sítě můžeme dosáhnout. Průměrné hodnoty
pokusů jsou zaznamenány v tabulce 5.1. Jak můžeme vidět z tabulky, největší rozmach sítě
nastává po první dvě minuty. Poté výkon sítě začíná klesat a rozdíly mezi během aplikace
Čas běhu aplikace Počet uživatelů
2 minuty 32
3 minuty 41
5 minut 43
10 minut 45
20 minut 50
30 minut 60
90 minut 65
Tabulka 5.1: Běh aplikace.
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30 minut a 90 minut jsou celkem malé. Jelikož každý uživatel je simulován jedním agen-
tem a Jason poskytuje každému agentovi vlastní vlákno, běh aplikace je značně výpočetně
náročný. Proto je aplikace schopna vytvořit jen kolem 60 agentů i když běží déle něž hodinu.
Jelikož je v databázi zaznamenán čas každé akce, je možné sledovat statistiky v kaž-
dém časovém okamžiku běhu simulace a tak analyzovat změny chování sítě. Sociální síť je
vytvářena postupně, kdy se do sítě registruje jeden uživatel a postupně se přidávají další,
bylo by vhodné vzít pouze nějaký časový úsek chování sítě, kdy už je síť stabilnější.
5.1.2 Zkoumání vlastností sítě
Obrázek 5.1: Degree centrality sítě.
Kapitola popisuje, jaké metody byly použity pro analýzu sítě a jak jsou závislé na běhu
simulace. Pro lepší ilustraci byl vybrán jeden simulační běh, z kterého byly vytvořeny sta-
tistiky a grafy. V rámci statické analýzy sítě jsme se zaměřili zejména na nalezení klíčových
uzlů sítě. Zkoumali jsme degree centrality, počet vazeb, které tvoří uživatel s okolím. Tato
vlastnost nezávisí na roli uživatele a výhodu mají ti uživatelé, kteří byli do sítě registro-
váni dříve a tím pádem měli více možností vytvořit vazbu. Tuto závislost můžeme vidět v
grafu 5.1. Další z vlastností je betweeness centrality, která vypovídá o významnosti daného
uzlu, jako komunikačního prostředníka mezi dvěma uzly. Jak můžeme z grafu 5.2 pozoro-
vat, betweeness centrality na degree centrality nezávisí. Jak bylo již zmíněno, dynamická
analýza se skládá ze statické analýzy, linkové analýzy a simulace multiagentního systému.
Multiagentním systémem jsme modelovali chování sociální sítě a snažili se ho zanalyzovat.
V následující tabulce 5.2 je znázorněno, jak jednotlivé role způsobují různé akce v síti
a v jakém rozsahu.
5.1.3 Výsledky analýzy
Simulační model je schopný napodobit chování sociální sítě Facebook, avšak agentní simu-
lace dovoluje vytvoření jen kolem 60 uživatelů sítě. Bylo by vhodné simulovat interakce mezi
mnohem větším množstvím uživatelů zvolit jiný simulační nástroj, případně jiný přístup.
Na obrázku 5.4 je graf vykreslený analyzátorem, který znázorňuje propojení uzlu v síti na
konci simulace.
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Obrázek 5.2: Betweeness centrality sítě.
Obrázek 5.3: Closeness centrality sítě.
5.2 Diskuze
V této kapitole budou diskutovány různé přístupy, s jakými je možné přistoupit k simulaci
sociální sítě, jaký přístup byl zvolen a proč.
5.2.1 Různé přístupy k agentní simulaci
V této kapitole bych ráda porovnala přístup Ericha Franciho a řešení v této práci ohledně
vytváření přátelství v modelu sociální sítě. Nejprve si popíšeme, jaký přístup zaujal Erich
Franci a na konci kapitoly porovnáme oba přístupy.
Enrico Franchi ve své práci [10] staví model sociální sítě na myšlence, že uživatel je jedi-
ným vlastníkem informace a zveřejněná informace je zpřístupněna jen uživatelům, kteří na
to mají právo. Uživatelé jsou zastoupeni agenty, kteří zprostředkovávají přístup k informa-
cím, komunikují s ostatními agenty a proaktivně navazují nové vazby. V rámci multiagent-
ního systému každý agent zná jen vlastní informace, nebo které mu byly sděleny. V běhu
simulace neexistuje žádná třetí
”
vševědoucí“ strana, která by věděla o vazbách mezi agenty
a věděla o všech informacích. Vazbu může vytvořit uživatel jen tehdy, když ví, že druhý
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Role Počet uživatelů Příspěvky Komentáře Lajky
Tvůrce a poskytovatel obsahu 5 95 39 43
Hodnotitel a distributor 2 22 18 23
Hodnotitel obsahu 22 0 214 262
Pozorující autorita 11 0 0 247
Pozorovatel 11 0 0 0
Celkem 51 117 271 575
Tabulka 5.2: Zastoupení rolí a jejich akce.
uživatel v síti existuje.
Uživatel umožňuje svým přátelům vidět, s kým se přátelí a také umožňuje vytvořit spo-
jení svým přátelům. Vytvoření nového přátelství pak probíhá následovně. Uživatel A požádá
svého přítele B, že chce vytvořit nová přátelství a pošle mu seznam, které přátele mají spo-
lečné. Uživatel B posílá všem svým přátelům, kteří se nepřátelí s A, žádost, že s nimi chce
uživatel A utvořit vazbu. Z těchto přátel se uživatel C rozhodne, že se chce s A přátelit a
pošle tuto zprávu uživateli B. Ten ji přepošle A a ten pokud chce přátelství přijmout, pošle
potvrzení rovnou uživateli C.
Pokud uživatel nechce vytvořit spojení tímto způsobem, může použít
”
white-pages (bílé
stránky)“, které umožňují poskytnout přístup k určitému uživateli skrze jeho identifikační
číslo. Díky němu může být poslána uživateli zpráva, jestli chce utvořit spojení s žadate-
lem. Data týkající se uživatelů a jejich vazeb nejsou uloženy v žádné centrální databázi,
ale používají princip přítel přítele - friend of a friend (FOAF). FOAF popisuje uživatele,
shromažďuje jejich osobní informace, ukládá jejich aktivity, vazby k ostatním uživatelům
a může se rozšiřovat stále dál. FOAF bere všechny profily jako veřejné, ale agenti mohou
rozhodovat, která data budou komu přístupná. Profil FOAF také řeší skupiny, což vztahy
k různým objektům, jako je například škola, kterou uživatel navštěvoval. Pokud je uživatel
členem nějaké takovéto skupiny, má utvořenu speciální vazbu se všemi jejími členy.
Souhlasím s myšlenkou, že v síti neexistuje žádný uživatel, který je
”
v“ševědoucí
”
,“ to
znamená, má informace o všech uživatelích sítě a jejich akcích. Avšak všechna data sítě jsou
někde uložena a musí existovat program, který celý běh sociální sítě řídí. Tento program
je v našem modelu nahrazen managerem, který má přístup ke všem informacím a je tak
schopen spřátelit dva uživatele. Kvůli jednoduššímu přístupu k datům používáme právě
centrální databázi spravovanou managerem.
5.3 Možná rozšíření
Tato práce nabízí velké množství rozšíření do různých směrů. Jednou z možností rozšíření
je použít matematický model (Human Behaviour model) k popisu lidského chování a jeho
změny. Více je popsáno v kapitole 5.3.1. Bylo by také vhodné převést do modelu, jak závisí
lidské chování s tím, jaké akce uživatelé provádějí na Facebooku. Simulaci by bylo také
vhodné rozšířit o přidání informací (místo bydliště, zaměstnání, studium, zájmy, oblíbené
věci) k jednotlivým uživatelům sítě a o vytváření skupin. Bylo by tak možné zkoumat i
sílu vazeb mezi uživateli a vlastnosti jako Homophily a Network closure. Také by se daly
vytvářet předpoklady o tom, mezi kterými uživateli vznikne nová vazba, například podle
Propinquity. Definování jednotlivých skupin v síti je závislé na shlukování, které je vhodné
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Obrázek 5.4: Vazby mezi uživateli sítě.
vyhodnocovat také podle síly vazeb mezi uživateli.
Další možností rozšíření je vytvořit modelovanou síť jako tzv. meta-network, která je
multi-modální, což znamená, že existuje více druhů uzlů. Uzly nemodelují pouze uživatele,
ale například i místa nebo události. Další vlastností této sítě je víceúrovňovost uzlů, kdy
jeden uzel může být složen z několika dalších. Je tak simulována skupina uživatelů, která
je tvořena jedním uzlem. Čím více druhů informací simulační model obsahuje, tím lépe
můžeme síť zkoumat a využívat více metod k analýze.
Zajímavé by bylo implementovat linkovou analýzu, která by dokázala predikovat cho-
vání sítě. Přínosem by také bylo, získávat data z reálné sítě a ty poté analyzovat pomocí
nejrůznějších metod dynamické analýzy.
Jelikož nynější simulace je schopná registrovat do sítě pouze kolem 60 uživatelů, bylo by
přínosné zvolit jiný simulační nástroj, který by umožňovat generovat mnohem rozsáhlejší
síť. Zajímavou otázkou by bylo porovnávat různě velké sítě a zkoumat, zda je možné chování
velké sítě, jako je Facebook s 3,6 milionem uživatelů, přiblížit k chování menší sítě.
5.3.1 Reprezentace agenta a jeho chování
Modelování sociálních sítí se skládá z reprezentace entit, v našem případě uživatelů, pro-
středí, ve kterém se vyskytují a interakcí mezi nimi samotnými a vzájemného působení
entit a prostředí. Human Behavior Models (HBM) by měl modelovat lidské chování tak,
aby bylo co nejblíže realitě a bylo možné jej zobrazit deterministicky. Vznikl jak z odvětví
psychologie, fyziologie, politických věd tak i vojenských věd. Tento model však nebere v po-
taz důležité lidské aspekty jako jsou emoce, osobnost, kultura, psychologické a sociologické
faktory. [8]
37
Obrázek 5.5: Vytvoření spojení mezi dvěma uživateli [10].
Dříve se modely byly schopny zaměřovat pouze na jeden aspekt, například emoce.
Později se však přišlo na to, že abychom mohli lidské chování lépe analyzovat, je vhodné
použít nějakou simulační techniku. Nemusíme simulovat a reprezentovat jen lidské chování,
ale dokonce celou sociální síť. Jak už jsme zmínili, simulace lidského chování je jedno-
duše modelovatelná agentními systémy, ze kterých se pro modelování sociální sítě používají
zejména BDI agentní systémy.
Lidské chování, ve kterém chceme zahrnout více aspektů a ne jen jeden, je vhodné defi-
novat pomocí fuzzy množin a fuzzy logiky. Fuzzy logikou vyhodnocujeme různé proměnné
stupněm příslušnosti, s jakou mohou nastat, na rozdíl od výrokové logiky, kde používáme
pouze hodnoty 0 a 1 jako pravdu a nepravdu. V lidské mysli dochází k míchání něko-
lika pocitů najednou, kde ani žádný z nich nemusí převažovat. Ve fuzzy logice je můžeme
vyjádřit pomocí lingvistických proměnných, kde každá proměnná bude mít určitý stupeň
příslušnosti, s jakou v dané situaci platí.
Elkosantini Sabeur a Gien Denis navrhli za lingvistické proměnné motivaci, stres, únavu,
úspěch a sociální cítění, které použili jako nejdůležitější operátory lidského chování, kde
každá proměnná může nabývat hodnot velmi nízká, nízká, střední, vysoká a velmi vysoká.
Tyto hodnoty jsou vyjádřeny jako trojúhelníkové fuzzy číslo A = (a, α, β). To znamená, že
trojúhelník má vrchol v bodě a, šířku zleva α a šířku zprava β. Funkce příslušnosti je pak
vyjádřena následovně:
A(x) =

1− a−xα if a− α ≤ x ≤ a;
1− x−aβ if a ≤ x ≤ a+ β;
0 Jinak
Fuzzy hodnota každé proměnné je charakterizována funkcí příslušnosti µdi(x), kde x značí
některou lingvistickou proměnnou a může nabývat hodnot z intervalu [0, 1]. [8]
Pokud tuto logiku zabudujeme do multiagentního systému, pak bude tvořit chování
každého agenta v síti. Na jeho mentálním stavu a jeho chování tvořeném zmíněnými aspekty
závisí, jak bude interagovat s okolím, zejména s lidmi, se kterými má utvořenou nějakou
vazbu. Můžeme definovat stavy dvou agentů, ve kterých je větší pravděpodobnost, že mezi
nimi dojde ke konfliktu nebo jiným klíčovým situacím. [10]
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Kapitola 6
Závěr
Cílem této práce bylo seznámit čtenáře s analýzou sociálních sítí. Sociální sítě jsou v dnešní
době velmi oblíbené a tráví na nich svůj čas velká část populace. Slouží zejména ke sdílení
různých informací a právě proto vybízejí k častému analyzování. V síti jsou zkoumány
statické vlastnosti jednotlivých uživatelů i vazeb mezi nimi. Mezi hlavní vlastnosti členů
sítě jsou považovány různé druhy středovosti, podle kterých je možné identifikovat důležité
členy sítě. Zkoumají se také vazby v síti, které určují, kde je nejpravděpodobnější utvoření
další vazby. Jelikož se sociální sítě v průběhu času značně mění, je nutné síť analyzovat také
dynamicky. Tato část analýzy se zabývá proměnnými rysy sítě a je schopná předpovídat,
jak se bude síť, tak i vztahy v ní, v budoucnu měnit.
V druhé části práce byly rozebrány metody, kterými je vhodné sociální sítě analyzovat.
Nejdříve byly přiblíženy metody vhodné pro získání dat ze sítě, mezi které patří náhodné
procházky, prohledávání do šířky a metoda sněhové koule. Tato data je možné staticky
analyzovat pomocí jednoduchých funkcí a shlukovací analýzy. Linková analýza, která dokáže
predikovat následující stavy sítě, probíhá zejména pomocí neuronových sítí, ze kterých jsou
významné vícevrstvý perceptron, sítě s radiální bázovou funkcí a SVM. Také byly přiblíženy
multiagentní systémy, kterými je vhodné sociální sítě simulovat, díky jejich podobnosti
s lidským chováním.
Třetí část práce se zabývala samotným návrhem a implementací multiagentního sys-
tému, který simuloval chování Facebooku, jako vybrané sociální sítě. Také se věnovala
návrhu struktury databáze, do níž se ukládají všechny akce odehrávající se v síti. V nepo-
slední řadě se práce věnovala analyzátoru, který implementoval vybrané metody popsané
výše a byl schopný zpracovat data získaná ze simulátoru.
Dále jsme diskutovali výsledky získané analýzou a přístupy použité v práci. Jelikož
práce se zajímá velmi rozsáhlým tématem, nebylo možné použít všechny popsané metody
a věnovat se všem částem analýzy sociálních sítí. Proto nabízí rozsáhlé možnosti rozšíření,
které by bylo určitě zajímavé zpracovat.
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Příloha B
Spuštění programů
Oba programy, jak simulaci, tak analyzátor, je možné spouštět na libovolné platformě, kde
je možnost spouštět Javu.
B.1 Simulátor v Jasonu
Existuje více možností, jak spustit simulaci implementovanou v Jasonu. Jedním z nich je
spuštění souboru .jar přes soubory run.bat nebo run.sh, které obsahují i cestu k potřebným
knihovnám. V případě, že by tento způsob spuštění nebyl efektivní, je možné si soubory
překompilovat včetně zdrojového souboru Jasonu pomocí
cd <the directory of your application >
ant -f bin/build.xml jar
java -jar <your application >.jar
Aplikaci je možné nechat běžet libovolnou dobu. Na délce spuštění pak závisí rozsah
vytvořené sítě a množství vykonaných akcí. Výstupem simulace je soubor database, ve
kterém jsou uloženy všechny akce sociální sítě simulátoru.
B.2 Analyzátor v Javě
Vstupem analyzátoru je soubor database získaný ze simulace a cesta k němu se zadává jako
první parametr při spouštění souboru. Opět je možné aplikaci spustit jako soubor .jar nebo
zkompilovat zdrojové soubory.
java -jar <the directory of your application >\dist\Example.jar database
Kde database je název souboru získaný ze simulátoru. Výstupem analyzátoru je soubor
typu .csv.
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Příloha C
Zdrojové kódy
C.1 Manager
/* Inicializace */
init.
+init : true
<- +seznamUzivatelu ([]);
db.zapisDoDB(vymazat );
!next_step.
+! next_step : true
<- akce; // pridava nove uzivatele
!next_step.
/* Vytvoreni noveho agenta */
+novyClen(Jmeno , Cas): seznamUzivatelu(Seznam)
<- +seznamUzivatelu ([Jmeno|Seznam ]);
+friends(Jmeno , []);
+zadamOPratelstvi(Jmeno , []);
db.zapisDoDB(novyUzivatel , Jmeno , Cas);
.create_agent(Jmeno , "user.asl").
/* Novy prispevek v bazi znalosti */
+prispevek(Cislo , Autor , Cas) : true
<- db.zapisDoDB(novyPrispevek , Cislo , Autor , Cas).
/* Pridani do seznamu pratel */
+pratele(A, B, Cas) : friends(A, SeznamA) & friends(B, SeznamB)
<- db.zapisDoDB(novePratelstvi , A, B, Cas);
+friends(A, [B|SeznamA ]);
+friends(B, [A|SeznamB ]).
/* Novy komentar v bazi znalosti */
+komentar(CisloK , CisloP , AutorK , Cas) : true
<- db.zapisDoDB(novyKomentar , CisloK , CisloP , AutorK , Cas).
/* Novy like v bazi znalosti */
+like(CisloL , CisloP , AutorL , Cas) : true
<- db.zapisDoDB(novyLike , CisloL , CisloP , AutorL , Cas).
+seznamUzivatelu ([_|Seznam ]) : true
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<- -seznamUzivatelu(Seznam ).
+zadamOPratelstvi(Jmeno , [_|Seznam ]) : true
<- -zadamOPratelstvi(Jmeno , Seznam ).
/* Prirazeni role */
+role(Cislo , Agent) : true
<- db.zapisDoDB(role , Cislo , Agent ).
+friends ([_|SeznamA ]) : true
<- -friends(SeznamA ).
+? najdiPritele(Me, Pritel ): friends(Me, Pratele)
& seznamUzivatelu(Uzivatele)
<- count.friendUsers(Me, Uzivatele , Pratele , Pritel ).
}
C.2 User
/* Inicializace */
init.
+init : .my_name(Me) // provest atomicky
<- role;
.print("Ziju: ", Me);
+mojiPratele ([]);
+akce(nic);
!next_step.
/* Pokud ma uzivatel neco naplanovano - komentar , like */
+! next_step : role(R) & akce(Akce)// Chovani podle role
<- !do(Akce);
-akce(Akce);
!next_step.
/* Uzivatel nema nic naplanovano - prispevek , nove pratelstvi */
+! next_step : role(R)
<- count.chooseAct(R, NovaAkce );
!do(NovaAkce );
!next_step.
+! next_step : true
<- .print("Uzivatel nema roli :( ").
/* Uzavirani noveho pratelstvi */
+navrhPratelstvi(Zadatel) : pritel(Zadatel ).
+navrhPratelstvi(Zadatel) : .my_name(Me) & count.acceptFriend
<- akceptujPritele(Zadatel ).
+navrhPratelstvi(Zadatel) : true.
/* Uzivatel souhlasil s pratelstvim */
+! newFriend(Pritel) : mojiPratele(Seznam)
<- +mojiPratele ([ Pritel|Seznam ]).
+! newFriend(Pritel) : true.
+pritel(Pritel) : true
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<- !newFriend(Pritel ).
+mojiPratele ([User|Seznam ]) : true
<- -mojiPratele(Seznam ).
/* AKCE UZIVATELE */
/* Na zdi se objevil prospivek - bude na nej uzivatel reagovat? */
+prispevek(User , Cislo) : role(R) & count.writeComment(R) & count.giveLike
<- !do(komentar , User , Cislo );
!do(like , User , Cislo).
+prispevek(User , Cislo) : role(R) & count.writeComment(R)
<- !do(komentar , User , Cislo ).
+prispevek(User , Cislo) : count.giveLike
<- !do(like , User , Cislo ).
+prispevek(User , Cislo) : true.
/* Vykonavani akci */
+!do(nic) : true
<- nic.
+!do(role) : true
<- role.
+!do(prispevek) : mojiPratele(Pratele)
<- prispevek(Pratele ).
+!do(pridatPritele) : .my_name(Me)
<- .send(manager , askOne , najdiPritele(Me, _), najdiPritele(Me,Pritel ));
!do(pridatPritele , Pritel ).
+!do(pridatPritele , Pritel) : .my_name(Me) & pozadany(Pritel ).
+!do(pridatPritele , Pritel) : .my_name(Me) & pritel(Pritel ).
+!do(pridatPritele , Pritel) : .my_name(Me)
<- +pozadany(Pritel );
pozadatPritele(Pritel ).
+!do(komentar , User , Cislo) : .my_name(Me) & mojiPratele(MojiPratele)
<- .send(manager , askOne , friends(User , _), friends(_, PrateleUser ));
komentar(MojiPratele , PrateleUser , Me, Cislo ).
+!do(like , User , Cislo) : .my_name(Me) & mojiPratele(MojiPratele)
<- .send(manager , askOne , friends(User , _), friends(_, PrateleUser ));
like(MojiPratele , PrateleUser , Me, Cislo ).
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