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Povzetek: Odgovornost upravljavca spletnega družbenega omrežja za razširjanje lažnih 
novic  
Poglavitni danosti pričujočega besedila sta opredelitev lažne novice in primerjalnopravni oris 
odgovornosti upravitelja spletnega družbenega omrežja za protipravno vsebino svojega 
uporabnika. Izhodiščna teza je, da so lažne novice »resničen« družbeni pojav, ki potrebuje 
strokovno opredelitev. Lažna novica v širšem (sensu lato) je neresnična navedba o dejstvu, ki 
je vede posredovana tako, da daje vtis, da gre za resnično novico verodostojnega medija. 
Ustanovitvena sestavina lažne novice je, da slepi tako po svoji vsebini kot po svoji obliki. 
Lažna novica v ožjem (sensu stricto) je lažna novica v širšem, ki izpolnjuje zakonske znake 
enega ali več že obstoječih protipravnih ravnanj - t. i. kazniva lažna novica (npr. obrekovanje, 
sovražni govor, neresnično poročanje o nevarnosti itd.). Odgovornost je razumljena  kot 
sveženj obveznosti (skladnostna pravila), ki jih ima upravitelj družbenega omrežja v razmerju 
do nezakonite vsebine svojega uporabnika, kršitev katerih se lahko odraža bodisi v civilni 
bodisi v kazenski odgovornosti (internetna posredniška odgovornost). 
Nadaljna hipoteza je, da ima upravljavec družbena omrežja praviloma odgovornost zgolj za že 
kaznive lažne novice (sensu stricto), saj obravnavani pravni redi samostojne inkriminacije 
lažnih novic ne poznajo (sensu lato). Pravo ZDA, z izjemo avtorskega prava, odvezuje 
družbeno omrežje sleherne odgovornosti. Še več, upravitelj lahko v dobri veri briše tudi 
zakonito vsebino (privilegij dobrega Samarijana). Pravo EU in sodna praksa ESČP narekujeta 
takojšen izbris vsebine ob zavedanju njene protipravnosti (»notice-and-take-down«). Nemško 
pravo ureja svojevrsten režim odgovornosti izključno za družbena omrežja. Očitno 
protipravna vsebina mora biti izbrisana ali odstranjena v 24 urah po seznanitvi, sicer 
protipravna v 7 dneh. 
Ključne besede: lažna novica, družbeno omrežje, svoboda izražanja, test sorazmernosti, 
internetna posredniška odgovornost, Communication Decency Act (CDA), klavzula dobrega 
Samarijana, Direktiva  o elektronskem poslovanju, Evropska konvencija o človekovih 






Summary: The Liability of the Social Network Provider for Dissemination of Fake news  
The salient contributions of the following text are the definition of fake news and the 
comparative analysis of the liability of the social network provider for the unlawful content 
provided by third person. The preliminary statement of the thesis is that fake news is a “real” 
social pheonomenon that needs a scientific definition. Fake news in the broader sense (sensu 
lato) is a false statement of fact, which is knowingly disseminated in a manner, that by the 
way of its appearance suggests the conveyance of real news of trusted media. The founding 
element of fake news is that misleads by both – its content and appearance. Fake news in the 
narrow sense (sensu stricto) is fake news in the broader sense that fulfills the legal elements 
of one or more pre-existing unlawful acts – the so-called punishable fake news (e.g. 
defamation, hate speech, false reporting etc.). Liability is understood as a set of duties 
(compliance rules) the social network provider has towards the unlawful content of its users. 
Breach of those obligations may result either in civil or criminal liability (intermediary 
liability). 
The further hypothesis is that, in principle, the social network provider has liability only for 
punishable fake news (sensu stricto), since in the legal orders at stake the unique 
criminalization of fake news is unknown (sensu lato).US law, with the exception of copyright 
law, immunizes social networks of any liability. Moreover, the provider may in good faith 
delete even lawful content (the Good Samaritan clause). EU law and ECHR case-law demand 
expeditious deletion or removal upon the knowledge of its illegality (»notice-and-take-
down«). German law regulates a unique liability scheme, exclusively for social networks. The 
obviously unlawful content has to be erased or blocked in 24 hours upon the notification, the 
unlawful content in 7 days. 
Key Words: fake news, social network, freedom of expression, strict scrutiny, intermediary 
liability, Communication Decency Act (CDA), the Good Samaritan clause, E-Commerce 
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Facebook, 6:43: »ŠOKANTNO! Košarkarski sodnik Gregor Oprčkal vpleten v nameščanje 
športnih tekem!«.1 7 delitev, 2 všečka, 0x obožujem, 4x haha, 5x neverjetno, 37x žalostno, 
19x jezi me. Hiperpovezava: www.team24.com. 
… 
Sledeče besedilo sestoji iz dveh osrednjih delov. Najprej bom opredelil lažno novico, v 
drugem delu pa bom prikazal, kakšno odgovornost ima spletno družbeno omrežje glede 
protipravne vsebine svojega uporabnika (internetna posredniška odgovornost). Z združitvijo 
obeh razdelkov bom odgovoril na poglavitno vprašanje naloge, kdaj in kako upravljavec 
spletnega družbenega omrežja odgovarja za lažno novico, ki jo objavi ali deli njegov 
uporabnik. 
Uvodoma velja pripomniti, da je pričujoče delo v dobršni meri hipotetično. Polemiziram  o 
odgovornosti za lažno novico, čeprav obravnavani pravni redi (pravo ZDA, pravo EU, EKČP 
in nemško pravo) ne poznajo njene definicije, kaj šele kriminalizacije 2 . Za nameček ne 
govorim o odgovornosti avtorja lažne novice, temveč o odgovornosti družbenega omrežja 
(internetnega posrednika), ki zgolj zagotavlja spletni prostor. Odgovornost je razumljena kot 
sveženj obveznosti – postopkovnih pravil (npr. brisanje protipravne vsebine, razkritje osebnih 
podatkov, imenovanje pooblaščene osebe itd.), ki jih ima upravitelj v razmerju do nezakonite 
vsebine. Kot bo natančneje pojasnjeno kasneje, lahko internetni posredniki odgovarjajo zgolj 
za protipravno vsebino (npr. sovražni govor, žalitev, goljufija itd.) tretjih. Razlog je povsem 
preprost: država ne more naložiti družbenemu omrežju, da izbriše ali odstrani več vsebine, kot 
jo preganja sama.  
Opazno je, da imam v izhodiščni postavki dve preglavici: ne vem, kaj je lažna novica (1), 
čeravno jo opredelim, še vedno ne morem  razglabljati o odgovornosti družbenega omrežja, 
ker v študiranih pravnih redih lažna novica ni protipravno ravnanje (2). 
                                                          
1 »Klikavček« ('Clickbait') je »vsebina, katere osrednji namen je, da vzbudi pozornost in spodbudi obiskovalca, 
da klikne na določeno spletno stran.«. »Clickbait«, Oxford Living Dictionaries, 
https://en.oxforddictionaries.com/definition/clickbait (31. 12. 2018). 
2Bodisi kot prekršek bodisi kot kaznivo dejanje. 
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Lažno novico sem zato najprej opredelil: lažna novica je vede posredovana neresnična 
dejstvena trditev, ki po načinu predočitve daje vtis, da je resnična novica (lažna novica v 
širšem). Obenem sem definicijo za potrebe drugega dela razširil tako, da lažna novica 
izpolnjuje zakonske znake enega ali več že obstoječih pravnih ravnanj – t. i. že kazniva lažna 
novica (lažna novica v ožjem). To mi omogoča, da podam odgovor, kako upravljavec 
družbenega omrežja že sedaj odgovarja za protipravna ravnanja uporabnikov, ki se po svoji 
vsebini dotikajo lažnih novic (npr. obrekovanje, lažno poročanje o naravni katastrofi, žaljiva 
obdolžitev itd). Obenem pa nakažem, kakšna bi odgovornost bila, če bi prišlo do edinstvene 




















»Lažna novica« je eden izmed najbolj izpričevanih neologizmov. Leta 2017 je bila denimo 
razglašena za besedo leta.3 Navkljub pogosti rabi je začetna nevšečnost pomanjkanje jasne 
opredelitve. Zato bom lažno novico najprej definiral. Pri tem se bom poslužil induktivne poti. 
Predstavil bom izbrano skupino primerov, naglasil skupne elemente in jih povezal v splošno 
definicijo.  
Lažnim novicam je očitano, da zlasti izkrivljajo volitve, pačijo javno razpravo, poneumljajo 
volivce, zmanjšujejo zaupanje v konvencionalne medije in stopnjujejo družbeno polarizacijo.4 
V svoji razpravi bom imel v mislih njihov vpliv na volilni izid kot obliko družbene škode.5 
Mnogo je namreč očitkov, da so lažne novice prelomno vplivale na zadnje ameriške 
predsedniške volitve in tudi na britansko odločanje o izstopu iz EU-ja (»Brexit«).6 Vsled so se 
pojavile težnje po kriminalizaciji lažnih novic z namenom zagotavljanja demokratičnosti 
volilnega procesa. Francija je tako nedavno sprejela interventni zakon, ki »bojuje« širjenje 
manipulativnih informacij v času predvolilne kampanje.7 V četrtem in petem poglavju bom 
tako ponazoril, kakšne možnosti in kakšno kakovost bi morala imeti tovrstna zakonodaja, da 
bi vzdržala presojo Evropskega sodišča za človekove pravice in ameriškega Vrhovnega 
sodišča. Pri tem bo v osrčju premisleka svoboda izražanja, saj bi takšen predpis močno 
oklestil prosti pretok informacij. 
Družbena omrežja so najverjetneje poglaviten vzvod za razširjanje lažnih novic. Še več, z 
njihovo pomočjo se dandanes izvajajo državni udari, kibernetski napadi ene države zoper 
drugo in celo genocidna ravnanja.8 Denimo lažne novice, razpečevane na družbenih omrežjih, 
                                                          
3  Alison Flood, Fake news is 'very real' word of the year for 2017, GUARDIAN, dostopno na: 
https://www.theguardian.com/books/2017/nov/02/fake-news-is-very-real-word-of-the-year-for-2017 (31. 12. 
2019).  
4 A. E. Waldman, The Marketplace of Fake News, Journal of Constitution nal, Vol. 20:4, 2018, str. 106-107. 
Glej tudi:  R. Kraski, Combatting Fake News in Social Media: U.S. and German Legal Aproaches, 91 St. John's 
L. Rev, 2107, str. 923. 
5 Škodo predstavlja izostala odločitev, ki bi bila sprejeta, če volivci ne bili izpostavljeni lažnim novicam. 
6  V. Marda, S., Milan, Wisdom of the Crowd: Multistakeholder Perspectives on the Fake News Debate, 
University of Pennsylvania, str. 1., dostopno na http://globalnetpolicy.org/research/wisdom-of-the-crowd-
multistakeholder-perspectives-on-the-fake-news-debate/ (31. 12. 2018). 
7  Predlog Zakona za preprečevanje zavajanja (manipuliranja) z informacijami z dne 20. 11. 2018. Naslov 
besedila v francoščini: »PROPOSITION DE LOI relative à la lutte contra la manipulation dé'information«. 
Dostopno na: < http://www.assemblee-nationale.fr/15/ta/tap0190.pdf> (31. 12. 2018). Glej tudi: Grant Gross, 
The Week in Internet News: France Approves Fake News, Looks to Regulate Further, Internet Society, 26. 11. 
2018, dostopno na: https://www.internetsociety.org/blog/2018/11/the-week-in-internet-news-france-approves-
fake-news-law-looks-to-regulate-further/ (31. 12. 2018). 
8 Evelyn Douek, Facebook's Role in the Genocide in Myanmar: New Reporting Complicates the Narrative, 
LAWFARE, 22. 10. 2018, dostopno na: https://www.lawfareblog.com/facebooks-role-genocide-myanmar-new-
reporting-complicates-narrative (31. 12. 2018). 
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so v času ameriške predsedniške bitke dosegle višjo branost kot novice tradicionalnih 
medijev,9 pri tem pa naj bi pomembno vlogo odigrali ruski agentje.10 Vse skupaj stopnjuje 
človeška topoglavost, študije so namreč pokazale, da so neresnične novice v prav vseh 
kategorijah poročanja (npr. kultura, šport, znanost itd.) tako ali drugače bolj pronicljive kot 
resnične novice.11 
Ker družbena omrežja zaradi zaslužka spodbujajo vsebino, ki je bolj brana, čeravno škodljiva, 
se na tej točki zastavlja vprašanje, ali imajo kakršnokoli obveznost za protipravno vsebino 
tretjih  (internetna posredniška odgovornost). V drugem delu naloge bom tako podal vpogled, 
kako družbena omrežja odgovarjajo za protipravno vsebino svojih uporabnikov po ameriškem 
pravu, pravu EU, EKČP in nemškem pravu.  
Za namene naloge družbena omrežja (npr. Facebook, Twitter, Youtube, Google+, Pinterest, 
Instagram, LinkedIn itd.) opredeljujem po nemškem vzoru.12 Njihova osrednja značilnost je, 
da zagotavljajo spletni prostor, kjer lahko njihovi uporabniki delijo vsebino z ostalimi 
uporabniki ali jo posredujejo javnosti.13 Bistveno je, da jih prav vsi obravnavi pravni redi 
umeščajo med internetne posrednike in jih praviloma izvzemajo iz odgovornosti za 
protipravno vsebino svojih uporabnikov. 
ZDA so bile v dobršni meri navdih za evropsko zakonodajo. S tem, ko bomo spoznali 
ameriško ureditev, bomo bolje razumeli tudi evropsko, ki zavezuje slovenskega 
postavodajalca. Nemški NetzDG je edinstveni primer svežega preganjanja sovražnosti in že 
kaznivih lažnih novic, prav na družbenih omrežjih, zato si pozornost prav gotovo zasluži. 
 
                                                          
9 20 najbolj obleganih lažnih novic je imelo na Facebooku 8,7 milijona delitev, reakcij in komentarjev. 20 
najbolj uspešnih novic od 19 poglavitnih spletnih portalov pa 7,4 milijona delitev, reakcij in komentarjev. Glej 
podrobneje: Craig Silverman, This Analysis Shows How Fake Election Stories Outperformed Real News on 
Facebook, BUZZFEEDNEWS, 16. 11. 2016, dostopno na: 
https://www.buzzfeednews.com/article/craigsilverman/viral-fake-election-news-outperformed-real-news-on-
facebook (31. 12. 2018). 
10 Annemarie Bridy, Remediating Social Media: A Layer-Conscious Approach, B.U.J. SCI. & TECH. L., Vol. 
25.1.1., str. 102. 
11 Soroush Vosoughi, Deb Roy, Sinan Aral, The Spread of True and False News Online, Science, Vol. 359, 
(2018), str. 1146-1147, dostopno tudi na: 
http://ide.mit.edu/sites/default/files/publications/2017%20IDE%20Research%20Brief%20False%20News.pdf 
(31. 12. 2018). 
12  Družbena omrežja so »… ponudniki telekomunikacijskih storitev, ki za namene doseganja dobička 
upravljajo spletne platforme, ki so zasnovane tako, da omogočajo svojim uporabnikom, da delijo kakršnokoli 
vsebino z ostalimi uporabniki ali jo dajo na voljo javnosti.«. Gesetz zur Verbesserung der Rechtsdurchsetzung in 
sozialen Netzwerken (Netzwerkdurchsetzungsgesetz - NetzDG) z dne 1. 9. 2017, § 1 (1). 
13 Prav tam. 
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3. LAŽNA NOVICA 
3. 1. BESEDA O TERMINOLOGIJI 
Uporabljam ubeseditev »lažna novica«. To velja nekoliko pojasniti. Vzpostavila se je namreč 
kritika, da je besedna zveza zaradi svoje varljivosti za potrebe pravnega urejanja docela 
neprimerna. 14  Očitek je, da se lažne novice povezujejo z množico raznolikih družbenih 
pojavov.15 Za nameček jih posamezni politiki opredeljujejo tudi kot novice konvencionalnih 
medijev, ki negativno poročajo o njihovem političnem udejstvovanju.16 Zato so se pojavili 
pomisleki, da so lažne novice postale povsem brez pomena in da je treba vpeljati novo 
poimenovanje.17 
Sklep 
Poskusi posameznikov, ki velijo preusmeriti pozornost in izvotliti resnost problema, ne smejo 
biti razlog, da bi poimenovanje opustili, seveda, če je slednje primerno. Povsem primerljivo 
težavo lahko zasledimo pri sovražnem govoru in marsikaterem drugem pravnem institutu, ki 
so pogosto zlorabljeni za ideološke namene posameznega govorca. V takšnih okoliščinah 
vidim priložnost in dolžnost pravne znanosti, da družbene pojave strokovno poimenuje in 
vsebinsko opredeli ter s tem obogati prava neveščega. Kot bo pojasnjeno v nadaljevanju, sta 
hote posredovana neresnična navedba o določenem dejstvu (»laž 18 «) in vtis, da gre za 
»novico« tradicionalnega medija poglavitni sestavini »lažne novice«, zato je predlagana 
besedna zveza »lažna novica« ustrezna. Novo poimenovanje istega družbenega problema bi 




                                                          
14  Report of independent High level Group on fake news and online disinformation, A multi-dimensional 
approach to disinformation, (2018), str. 10., dostopno na: https://ec.europa.eu/digital-single-
market/en/news/final-report-high-level-expert-group-fake-news-and-online-disinformation (31. 12. 2018). 
15  »Termin lažnih novic je nejasen. Lahko se nanaša kopico problemov, med drugim na dezinformacije, 
propagando, teorije zarote …«. N. I. Brown, J. Peters, Say This, Not That: Government Regulation and Control 
of Social Media, 68 Syracuse L. Rev. 521 (2018), str. 522. 
16 High level Group, op. 14, str. 11. 
17  Chris Ratcliffe, The term 'Fake News' is doing great harm, 27. 7. 2018, The Conversation, 
<https://theconversation.com/the-term-fake-news-is-doing-great-harm-100406>. 
18 Za namene predmetnega dela je laž opredeljena kot »vede posredovana neresnična navedba o določenem 
dejstvu, ki ga je mogoče preveriti/dokazati kot neresničnega«.  
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3. 2. METODOLOGIJA OPREDELITVE 
Kar se tiče tehnike opredeljevanja, je moč zaznati dva osrednja pristopa. Posamezni avtorji  
primeroma (eksemplifikativno) navajajo lažne novice. 19 Evropsko združenje za interese 
bralcev (EAVI) tako našteva sledeče zavajajoče novice: propaganda, šokantne naslovnice 
(»clickbait«), sponzorirana vsebina, satira, prevara, pristranske vsebine, teorije zarote, 
napačne informacije in psevdoznanost.20 Na drugi strani glavnina21 avtorjev skuša povezati 
posamezne elemente lažnih novic v enotno definicijo oziroma splošno klavzulo. Francoski 
predlog zakona denimo kot merodajne zakonske znake izpostavlja naklep, motiv, vsebino, 
vrsta medija, način posredovanja vsebine in morebitno škodo.22 
Definicije se razlikujejo tudi v odnosu do že obstoječih protipravnih ravnanj. Nemški 
zakonodajalec ne opredeli lažnih novic, so pa z zakonom, katerega osrednji 23  smoter je 
zajezitev lažnih novic, slednje zajete, če izpolnjujejo zakonske znake enega ali več izmed 
taksativno naštetih kaznivih dejanj (kaznive lažne novice 24 ). Na drugi strani skupina 
neodvisnih strokovnjakov kot dezinformacijo25razume vsebino, ki ni obstoječe protipravno 
                                                          
19 Verstrate, D. Bambauer in J. Bambauer izpostavljajo štiri poglavitne tipe lažnih novic: prevara, propaganda, 
trolanje in satira. Mark Verstraete, Derek E. Bambauer, Jane R. Bambauer: Identifying and Countering Fake 
News, Arizona Legal Studies, Discussion Paper No. 17-15, (2017), August 2017, str 1., dostopno na: 
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3007971 (31. 12. 2018).   
20 Luc Steinberg, Beyond Fake News – 10 Types of Misleading News – nine Languages, EAVI, 26. 7. 2017, 
dostopno na: https://eavi.eu/beyond-fake-news-10-types-misleading-info/ (31. 12. 2018). 
21  Primeri definicij v angleščini: »Fake news as encompassing only articles that suggest, by both their 
apperance and content, the conveyance of real news, but also knowingly include at least one material factual 
assertion that is empirically verifiable as false, and that is not otherwise protected by the fair report privilege.« 
(Poudaril G.O.), C. Calvert, A. Vining, Filtering Fake News Through a Lens of Supreme Court Observations and 
Adages, First Amendment Law Review, Vol. 16, (2018), str. 158-159; »… 'fake news' as the online publication 
of intentionally or knowingly false statements of fact.«. (Poudaril G.O.) O. Klein, Joshua R. Wueller, Fake News: 
A legal Perpsective, Journal of Internet Law, Vol. 20, No. 10, na str. 6; »... 'fake news' to be news articles that 
are intentionally and verfiably false, and could mislead readers.« H. Allcott and M. Gentzkow, Social media and 
fake news in the 2016 election, Journal of Economic Perspectives, Vol. 31, No. 2, (2017) str. 213.  
22  Francoski zakonodajalec je tako v osnutku zakonodaje opredelil lažne novice kot »vsako nepravilno ali 
zavajajoče zatrjevanje določenega dejstva (Toute allégation ou imputation d’un fait inexacte ou trompeuse)«, ki 
bi lahko »izkrivilo poštenost volitev (de nature à altérer la sincérité du scrutin)«, »povzročeno namenoma na 
avtomatiziran in masiven način (diffusées de manière délibérée, de manière artificielle ou automatisée et 
massive).« Thomas Hochmann, Shedding Light or Shooting in the Dark: How to Define Fake News?, 
Verfassungsblog, 5. 9. 2018, https://verfassungsblog.de/shedding-light-or-shooting-in-the-dark-how-to-define-
fake-news/ (31. 12. 2018).   
23  Besedilo v nemščini: »… die Bekämpfung von strafbaren Falschnachrichten (»Fake News«) in sozialen 
Netzwerken höhe  Priorität gewonnen.«.Regierungsentwurf, Gesetz zur Verbesserung der Rechtsdurchsetzung in 
sozialen Netzwerken (Netzwerkdurchsetzungsgesetz - NetzDG), 5. 4. 2017, na 1, 
<https://www.bmjv.de/SharedDocs/Gesetzgebungsverfahren/Dokumente/RegE_NetzDG.pdf;jsessionid=3C5DE
FD348BE4C29518F071DE70964F1.2_cid297?__blob=publicationFile&v=2> (31. 12. 2018).  
24 V nemščini: »die strafbaren Falschnachrichten«. 
25 Strokovnjaki so poimenovanje »lažna novica« ocenili kot nezadostno in varljivo, zato raje uporabljajo izraz 
»dezinformacija«. Glej, High level Group, op. 13, str. 11. 
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ravnanje,vendar je kljub temu lahko škodljivo.26 Tukaj je premisa, da gre za družbeni pojav, 
ki še ni vsebovan z obstoječimi protipravnimi ravnanji.   
Sklep 
Povsem razumljivo je, da obstajajo raznolike tehnike opredeljevanja, saj opisi služijo 
distinktivnim27 namenom. Stopnja natančnosti, ki ji pravno besedilo mora zadostiti je namreč 
odvisna od vsebine pravnega urejanja. 28  Če se vrnem na kontekst zadevnega dela, je 
predpogoj, da lahko govorimo o sleherni odgovornosti družbenih omrežij, da lažna novica že 
sama po sebi presega mejo pravno sprejemljivega. Država ne sme naložiti internetnim 
posrednikom več omejevanja govora, kot ga lahko omeji sama. Lažna novica mora 
predstavljati govor, ki je pravno nedopusten. Vsakršna inkriminacija oziroma poseg v 
svobodo izražanja mora med drugim zadostiti tudi načelu zakonitosti. Opredeljevanje s 
pomensko odprtimi pojmi (npr. propaganda, šokantna novica, satira) je zatorej neustrezno.  
 
  
                                                          
26  Besedilo v angleščini: »… forms of speach that fall outside already illegal forms of speech, notably 
defamation, hate speech, incitement to violence, etc. but can nonetheless be harmful …«. Prav tam. 
27 Denimo nemški zakon zasleduje boljše izvrševanja prava izključno na družbenih omrežjih in po vsebini ureja 
zgolj internetno posredniško odgovornost. Francoski zakon na drugi strani se nanaša na predvolilni čas in želi 
preprečiti širjenje lažnivih informacij.  
28 Sodba ESČP v zadevi Centro Europa 7. S.R.L. in Di Stefano proti Italiji, no. 38433/09 z dne 7. 6. 2012, § 142. 
 12 
 
3. 3. PRIMERI 
Burma (Mjanmar)29 
Vojska angažira 700 posameznikov, ki preko Facebooka spodbujajo nestrpnost do 
muslimanov.30 Načrtno so bili prevzeti profili znanih osebnosti z največ sledilci, preko katerih 
je bila množično deljena neresnična in hujskaška vsebina.31 Obenem so se hekerji infiltrirali v 
posamezne skupine in tako muslimane kot budiste spodbujali k verskemu sovraštvu z 
namenom ustvarjanja kaosa in posledične krepitve vojaških enot.32  Iz Burme je bilo izgnanih 
700.000 Rohinjcev. 33  Dobršen del protimuslimanske  propagande je bil izveden preko 
Facebooka, saj ima 18 milijonov uporabnikov.34 Facebook nima v Burmi niti ene zaposlene 
osebe.35 
Indija, pomanjkanje soli 
Po aplikaciji Whatsapp se mahoma razširi vest, da v državi primanjkuje soli. 36  Povsem 
izmišljene informacije so povzročile pravcato paniko v štirih zveznih državah.37 Trume ljudi 
so zdivjale v trgovine. Ena izmed njih je do smrti pohodila žensko.38 
Nemčija, begunska kriza 
Sirijski begunec Anas Mohadamami s pripravljenim telefonom potrpežljivo čaka pred 
vhodom v begunsko taborišče.39  Nekaj trenutkov kasneje pristopi Angela Merkel. 40  Anas 
izkoristi priložnost in s kanclerko posname »selfie«. 41  Slika se hipoma razmnoži po 
                                                          
29  Podrobneje o vlogi Facebooka pri izgonu več kot 700.000 Rohincev glej: BSR, Human Rights Impact 
Assessment: Facebook in Myanmar, 2018, dostopno na: 
<https://fbnewsroomus.files.wordpress.com/2018/11/bsr-facebook-myanmar-hria_final.pdf> (31. 12. 2018) . 
30  Paul Mozur, A Genocide Incited on Facebook, With Posts From Myanmar's Military, 15. 10. 2018, 
<https://www.nytimes.com/2018/10/15/technology/myanmar-facebook-genocide.html (31. 12. 2018)> .  
31 Prav tam. 
32 Prav tam. 
33 Steve Stecklow, Why Facebook is losing the war on hate speech in Myanmar, REUTERS, 15. 8. 2018, 
<https://www.reuters.com/investigates/special-report/myanmar-facebook-hate/> ( 31. 12. 2018).   
34 Prav tam. 
35 Prav tam. 
36 Oliver Smith, »Whatsapp fake news crisis is leading to riots and bloodshed«, The Memo, 13. 2. 2017, 
<https://www.thememo.com/2017/02/13/whatsapp-india-fake-news-crisis-is-leading-to-riots-bloodshed/> (31. 
12. 2018). 
37 Prav tam. 
38 Prav tam. 
39  Stephanie Ott, How a selfie with Merkel changed Syrian refugee's life, Al Jazeera, 21. 2. 2017, 
<https://www.aljazeera.com/indepth/features/2017/02/selfie-merkel-changed-syrian-refugee-life-
170218115515785.html> (31. 12. 2018). 
40 Prav tam. 
41 Prav tam. 
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svetovnem spletu in postane simbol nemške politike »odprtih mejah« do beguncev.42 Sledijo 
bruseljski teroristični napadi, napad s tovornjakom na božični sejem v Berlinu in poskus 
sežiga brezdomca s strani skupine beguncev, prav tako v Berlinu. Selfie je bil ob vseh teh 
tragičnih dogodkih s strani anonimnih spletnih uporabnikov preoblikovan in dopolnjen 
senzacionalističnimi naslovi, ki so vedno znova poročali, da je Mohadami vpleten v 
teroristične napade. 43  Anas je vložil tožbo proti Facebooku in zahteval od sodišča, da 
družbenemu omrežju naloži, da izbriše vsakršno vsebino, ki bi ga povezovala s terorističnimi 
napadi in prepreči ponovne objave takšne vsebine.44 Sodišče je zahtevek zavrnilo.45 
Slovenija, zelena dežela? 
Spletni časopis Improb.com objavi, da je Slovenija med desetimi najbolj čistimi državami na 
svetu.46  Novico je bila s strani številnih znanih Slovencev in javnih institucij deljena na 
družbenih omrežjih.47 Izkazalo se je, da je podatek neresničen.48 
Velika Britanija, Brexit 
V času odločanja o izstopu Velike Britanije iz EU je bila ena izmed najbolj deljenih novic, da 
Britanci tedensko plačujejo 350 milijonov funtov v evropski proračun. 42% vprašanih še 
vedno verjame, da podatek drži.49 Resnična številka je približno 170 milijonov na teden.50 
ZDA 
»Obama gone« 
1:07 Sirijski heker vdere na uradni Twitter profil Associated Press in objavi: »Nujno: Dve 
eksploziji v beli hiši, Barack Obama je ranjen.«.51 1:10 borzni indeks Dow Jones izgubi 136 
milijard dolarjev.52 
                                                          
42 Prav tam. 
43 Kraski, op. 4, str. 925. 
44 Sodba deželnega sodišča v Würzburgu, 11 O 2338/16 z dne 7. 3. 2017.  
45 Razlogovanje sodišča je, da spletna družbena omrežja ne ustvarjajo vsebine, niti jih ne moremo šteti, da priti 
tem sodelujejo, marveč so zgolj ponudniki storitev. Skladno z obstoječo zakonodajo jim ni moč naložiti, da bi 
preventivno in samoiniciativno iskala vsebino, ki obrekuje ali kako drugače posega v osebnostne pravice. Zgolj 
ob obvestilu oškodovane stranke je ponudnik storitve zavezan izbrisati protipravno vsebino. Prav tam. 
46  Urban Červek, Slovenija, zelena država. Ali lažna novica?, Večer, 10. 9. 2018, 
<https://www.vecer.com/slovenija-zelena-drzava-ali-lazna-novica-6563053> (31. 12. 2018). 
47  Prav tam. 
48 Avtorji so se sklicevali na lestvico na podlagi okoljskega indeksa (»Environmental Performance Index«). Po 
preverjanju indeksa, se je izkazalo, da Slovenija zaseda 34. mesto v letošnjem letu. Prav tam.  
49  Lan Dunt, New study shows Brexit is drenched in fake news, politics.co.uk, 29. 10. 2018, 
<http://www.politics.co.uk/blogs/2018/10/29/new-study-shows-brexit-is-drenched-in-fake-news> (31.12. 2018).   
50 The UK's EU membership fee, Full Fact, 3. 12. 2008, < https://fullfact.org/europe/our-eu-membership-fee-55-
million/> (31. 12. 2018).  
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Ponarejene glasovnice v Ohio53 
Cameron Harris kupi za 5 dolarjev spletno domeno www.ChristianTimesNewspaper.com.54 
Na spletni strani objavi novico z naslovom: »Vroče: Na deset tisoče lažnih glasovnic najdenih 
v skladišču v Ohio« 55 . 56  Objavi priloži slike s škatlami in preiskovalci. 57 Hipoma  
novicadoseže 6 milijonov uporabnikov spletnih družbenih omrežij. 58  Volilni odbor 
omenjenega okrožja nemudoma začne preiskavo in kasneje obelodani, da so obtožbe 
popolnoma neresnične.59 Harris je z oglaševanjem zaslužil 5000 dolarjev.60 Na tem mestu 
velja omeniti, da je študija Buzzfeeda in Guardiana pokazala, da je v času ameriške 
predsedniške bitke več kot 100  podobnih domen izviralo iz makedonskega Velesa.61 Lažne 
novice, ki so jih »industrijsko« ustvarjali makedonski najstniki, da bi zaslužili z 
oglaševanjem,so dosegle milijone Američanov. Pojavljajo se celo ugibanja, da je mestece, ki 
šteje nekaj manj62 prebivalcev kot slovensko Celje, vplivalo na pisanje ameriške zgodovine.63 
Pizzagate  
Preko spletase razširi novica, da je Hilary Clinton vpletena v množično pedofilijo in 
zasužnjevanje otrok, ki se izvaja v kletnih prostorih picerije Comet Ping Pong. 64 V 
                                                                                                                                                                                     
51 Besedilo v angleščini: »Breaking: Two Explosion in the White House and Barack Obama is injured.«. Max 
Fisher, Syrian Hackers claim AP hack that tipped stock market by $136 billion. It is terrorism?, Washington 
Post, 23. 4. 2017, dostopno na: <https://www.washingtonpost.com/news/worldviews/wp/2013/04/23/syrian-
hackers-claim-ap-hack-that-tipped-stock-market-by-136-billion-is-it-terrorism/?utm_term=.7c1941ee2b32>  (31. 
12. 2018). 
52 Prav tam. 
53 Za podrobnejši kometar primera glej: Brittany Vojak, Fake News: The Commodization of Internet Speech, 48 
Cal. W. Int'l L.J. 123 (2017), str. 124-125 in  Brown, Peters, op. 15, str. 522. 
54  Scott Shane, From Headline to Photograph, a Fake News Masterpiece, N.Y. Times, 18. 1. 2017,  
<https://www.nytimes.com/2017/01/18/us/fake-news-hillary-clinton-cameron-harris.html> (31. 12. 2018). 
55 Besedilo naslovnice v angleščini: »BREAKING: 'Tens of thousands' of fraudulent Clinton votes found in Ohio 
Warehouse.«. 
56 Prav tam. 
57 Prav tam. 
58 Prav tam. 
59 Prav tam. 
60 Prav tam. 
61  Alexander Smith, Vladimir Banic, Fake News: How a Partying Macedonian Teen Earns Thousands 
Publishing Lies, NBC News, 9. 12. 2016, <https://www.nbcnews.com/news/world/fake-news-how-partying-
macedonian-teen-earns-thousands-publishing-lies-n692451> (31. 12. 2018). 
62  Veles naj bi imel približno 44.000 prebivalcev. Veles, Macedonia; Wikipedia, 
<https://en.wikipedia.org/wiki/Veles,_Macedonia> (31. 12. 2018). 
63 Izjava Velskega župana Slavcha Chadieva: »Nihče ne more biti prepričan, vendar je lepo pomisliti, da smo 
mogoče spremenili potek ameriške zgodovoine.«. Besedilo v angleščini: »No one can be sure, but it's nice to 
think we could have changed the cource of American history.«. Andrew Byrne, Macedonia's fake news industry 
sets sights on Europe, Financial Times, 15. 12. 2016, <https://www.ft.com/content/333fe6bc-c1ea-11e6-81c2-
f57d90f6741a> (31. 12. 2018).  
64James Alefantis, What Happened When Pizzagate Came to My Restaurant, Washington Post, 20. 4. 2017,  
<https://www.washingtonpost.com/opinions/pizzagate-taught-us-the-value-of-community/2017/04/19/92cae67c-
23b0-11e7-bb9d-8cd6118e1409_story.html?noredirect=on&utm_term=.9bd12a1a4557> (31. 12. 2018).  
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restavracijovkoraka Edgar Maddison Welch trikrat ustreli in nameri pištolo v posamezne 
zaposlene.65 Ko ugotovi, da se ne dogaja nič neprimernega,se mirno preda policiji.66 Pravi, da 
so ga k poizvedbi nagovorile lažne novice.67 
Plačani protestniki v Austinu 
Dan po predsedniški zmagi Donalda Trumpa Eric Tucker objavi preko Twitter računa s 
štiridesetimi sledilci, da se v Austinu zbirajo plačani protestniki zoper novega predsednika.68 
Besedilu69 je pripel slike, ki prikazujejo gručo avtobusov.70 Vsebino taisti dan deli 300,000 
Facebook uporabnikov insledeči večer še sam Donald Trump.71 Objava v 48 urah doseže 14,5 
milijona uporabnikov družbenih omrežij.V avtobusih niso bili protestniki, ampak zaposleni v 
avtobusnem koncernu, ki so prispeli na konferenco.72 Eric izbriše objavo, ponovno objavi 
staro besedilo in zraven doda »neresnično«. 73  Novo objavo je všečkalo 9 in delilo 27 
uporabnikov.74 
Skupni imenovalec 
Ko skušam stopiti v čevlje razumnega opazovalca, sklenem, da so avtorji, z izjemo primera v 
Austinu, namenoma predočili neresnično vest. Obenem ugotovim, da se udejstvujejo zaradi 
mnogovrstnih, predvsem finančnih (zaslužek z oglaševanjem, vplivanje na finančne trge) in 
političnih (izkrivljanje volitev, kritika begunske politike) motivov. Izbrane navedbe ne 
vsebujejo mnenj, marveč dejstva (pomanjkanje soli, vpletenost v kaznivo dejanje, ponarejene 
glasovnice), ki jih je mogoče preveriti. Še več, v posameznih primerih poskušajo ustvarjalci 
vsebino podpreti tako, da daje vtis, da gre za resnično novico konvencionalnega medija. 
Ponekod je nastala jasno zaznavna škoda (smrt v Indiji, streljanje v Washingtonu), v 
marsikaterih situacijah je to praktično nemogoče ugotoviti (vpliv lažnih novic na politično 
odločitev ali na zatrjevani genocid v Burmi). So volivci zares spreminjali glasove zaradi 
                                                          
65 Lastnik restavracije je sicer  nemudoma začel prejemati grožnje s smrtjo, spletna stran picerije je bila zasičena 
z negativnimi komentarji, slike zaposlenih so bile objavljene na spletu, kjer so jih označili za kriminalce, 
telefonska linija zasuta z ustrahovalnimi klici itd. Prav tam. 
66 Prav tam 
67 Prav tam. 
68 Sapna Maheshwari, How Fake News Goes Viral: A case Study, N.Y. Times, 20. 11. 2016, 
<https://www.nytimes.com/2016/11/20/business/media/how-fake-news-spreads.html> (31. 12. 2018). 
69 Besedilo v angleščini: »Anti-Trump protestors (sic) in Austin today are not as organic as they seem. Here are 
the busses they came in.#fakeprotest#trump2016#austin«. Emma M. Savino, Fake News: No One is Liable, and 
That is a Problem, 65 Buff. L. Rev. 1101 (2017), str. 1114. 
70 Maheshwari, op. 68. 
71 Prav tam. 
72 Prav tam. 
73 Prav tam. 
74 Prav tam. 
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lažnih novic? Če je odgovor pozitiven, je bilo njihovo število tako visoko, da je vplivalo na 
























3. 4. OPREDELITEV LAŽNE NOVICE 
Poudarjene elemente sem povezal v dve definiciji in poskus kazenskopravne inkriminacije.  
3. 4. 1. Lažna novica v širšem 
Prva opredelitev (lažna novica v širšem) je zasnovana tako, da na eni strani odraža poskus 
ubeseditve empirične resničnosti lažne novice kot zunanjega (stvarnega) zaznavnega 
dogodka. Seveda kolikor smo resničnost sposobni doumeti in otrditi v črke. Na drugi strani je 
definicija ukrojena tako ozko, da ima vsaj določeno možnost, da bi prestala presojo tribunala, 
katerega pravni sistem temelji na spoštovanju človekovih pravic – svobode izražanja. Kot bo 
podrobneje objasnjeno v nadaljevanju, sta varovali pred pretiranimi (nesorazmernimi) posegi, 
da je lažna novica omejena na preverljivo neresnična dejstva in zahteva krivdni odnos 
stvaritelja. Predlagane sestavine lažne novice se lahko prelevijo v zakonske znake 
morebitnega kaznivega dejanja. 
Definicija 1: 
Lažna novica v širšem (sensu lato) je neresnična navedba o dejstvu, ki je vede posredovana 
tako, da daje vtis, da gre za resnično novico verodostojnega medija.75 
3. 4. 2. Lažna novica v ožjem 
Druga opredelitev (lažna novica v ožjem) še dodatneje oži lažno novico, saj mora poleg 
lastnih sestavin izpolnjevati tudi zakonskega znake enega ali več že obstoječih protipravnih 
ravnanj (npr. obrekovanje, lažno poročanje o nevarnosti, goljufija, sovražni govor itd.). 
Definicija sledi nemškemu vzoru in je ustvarjena za namene dotičnega dela, kajti služi presoji 
že obstoječe odgovornosti družbenega omrežja za razširjanje lažnih novic. Obravnavani 
pravni redi namreč »širjenje lažnih novic« ne poznajo kot samostojnega protipravnega 
ravnanja. Na drugi strani pa režim odgovornosti internetnih posrednikov narekuje 
                                                          
75 Definicija je kombinacija elementov, ki sta jih v svojih definicijah izpostavila Gelfert in Calvert. Po Gelfertu 
je lažna novica »zavestno predočenje (značilnih) neresničnih ali zavajajočih trditev kot novic, pri čemer trditev 
zavaja po svoji obliki.«. (Poudaril G. O.)  Besedilo v angleščini: »Fake news is deliberate presentation of 
(typically) false or misleading claims as news, where the claims are misleading by design.«. Po Calvertu lažna 
novica»zajema prispevke, ki po svoji vsebini in obliki nakazujejo, da gre za resnično novico, in vede vključujejo 
vsaj eno dejstveno trditev, ki jo je mogoče empirično preveriti kot neresnično in ni kako drugače varovana s 
privilegijem poštenega poročanja«. (Poudaril G. O.) Besedilo v angleščini: »It includes only articles that 
suggest, by both their appearance and contetn, the conveyance of real news, and that knowingly include at least 
one material factual assertion that is empirically verifiable as false and that is not oterwise protected by the fair 
report privilege.«. Axel Gelfert, Fake News: A definition, Informal Logic, Vol. 38, No. 1 (2018), str. 108; 
C.Calvert, S. McNeff, A. Vinning, S. Zarate, Fake News and the First Amendment: Reconcilling a disconnect 
Between Theory and Doctrine, 86 U. Cin. L. Rev. 99, str. 103-104.   
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odgovornost zgolj za protipravno vsebino. Z drugo definicijo torej zadostimo pogoju 
protipravnosti.  
Definicija 2: 
Lažna novica v ožjem (sensu stricto)je lažna novica v širšem, ki izpolnjuje zakonske znake 
enega ali več že obstoječih protipravnih ravnanj – t. i. že kazniva lažna novica. 
3. 4. 3. Opis kaznivega dejanja »Širjenje lažnih novic« 
Sledi še predlagani opis kaznivega dejanja »Širjenje lažnih novic«. Zavedam se manjka 
svojega znanja na področju kazenskega prava in nomotehnike, obenem morebitna 
inkriminacija presega smotre mojega dela, zato naj čitalec predlagani opis kaznivega dejanja 
vzame kot zanimivost. Bom pa v sledečih dveh poglavjih nakazal, ali morebitna kaznivost 
lažnih novic nedopustno posega v svobodo govora z vidika EKČP in Ustave ZDA. 
Širjenje lažnih novic 
XYZ. člen 
(1) Kdor trdi ali raznaša kaj neresničnega, čeprav ve, da je to, kar trdi ali raznaša 
neresnično, in to trdi ali raznaša tako, da spravi koga v zmoto, da gre za resnično novico, z 
namenom da pridobi premoženjsko korist (fakultativni zakonski znak) ali vpliva na svobodno 
odločitev volivca (fakultativni zakonski znak) se kaznuje … 
(2) Če je dejanje iz prejšnjega odstavka storjeno s tiskom, po radiu, televiziji ali z drugim 
sredstvom javnega obveščanje se kaznuje (fakultativni zakonski znak) … 









3. 5. SESTAVINE LAŽNE NOVICE 
3. 5. 1. Nujne sestavine lažne novice 
i. Naklep76 
»… neresnična …vede posredovana …« 
Oseba, ki objavi ali deli lažno novico, se zaveda, da razširja neresnično navedbo in želi, da ji 
verjame vsaj določen krog naslovnikov (npr. če nekdo zasnuje spletno domeno tako, da daje 
vtis, da gre za spletno stran profesionalnega medija, je razločen indic, da se je zavedal in velel 
predati laž).77 Glede na doktrino obravnavanih sodišč bi za morebitno individualno kazensko 
odgovornost zadostoval vsaj direkten, če že ne obarvani78 naklep (dolos coloratus).79 Na tej 
točki je treba razlikovati med zavedanjem o neresničnosti in hotenjem, da se slušatelja zavede. 
Z zavestno sestavino razmejimo med lažno novico in napačno informacijo, ki je posledica 
avtorjeve iskrene napake.80 V zgoraj izpostavljenemu primeru (ne)plačanih protestnikov se 
avtor ni zavedal, da je informacija neresnična. Takšna objava je napačna informacija.81 Za 
razliko se avtor dezinformacije 82  zaveda svoje neresničnosti. Vsaka lažna novica je 
dezinformacija, ni pa vsaka dezinformacija lažna novica, saj ne zavaja nujno tudi po svoji 
obliki. 
                                                          
76  Za potrebe predmetnega besedila naklep ustreza definicija direktnega naklepa v slovenskem Kazenskem 
zakoniku: »Kaznivo dejanje je storjeno z naklepom, če se je storilec zavedal svojega dejanja in ga je hotel storiti 
(direktni naklep) …«. Kazenski zakonik (KZ-1), Uradni list, z dne 20. 5. 2008. 
77 O. Klein; R. Wueller, op. 21, str. 5-6; Lucas de Lima Carvalho, The Case Against Fake News Gatekeeping by 
Social Networks, University of Sau Paulo, 27. 10. 2017, str. 4,  dostopno na: 
<https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3060686> (31. 12. 2018). 
78 »Motiv oziroma nagib je psihično gibalo, ki vodi storilca pri storitvi  kaznivega dejanja. Nagib oziroma motiv 
praviloma ni vključen v storilčev naklep in tudi ni zakonski znak kaznivega dejanja …«, Sodba Višjega sodišča v 
Ljubljani II Kp 1007/2009 z dne 8. 12, 2009,  »Gre za posebni namen storilca kot izrecni zakonski znak 
kaznivega dejanja …« Sodba Vrhovnega sodišča Republike Slovenije I lps 47349/2014-65 z dne 6. 4. 2017, »Z 
namenom … pa zakonski opisi kaznivih dejanj praviloma označujejo storilčevo stremljenje po uresničitvi ciljev 
izven biti kaznivega dejanja: da bi bila bit kaznivega dejanja podana, mora storilec po opisanem cilju zgolj 
stremeti, ni pa nujno, da ga tudi doseže.«, Matjaž Ambrož, Naklep in namen pri kaznivem dejanju zlorabe 
položaja ali zaupanja pri gospodarski dejavnosti, Pravna praksa, št. 2 (2017), str. 6. 
79 »… z vedenjem, da je neresnično ali  s popolno brezbrižnostjo, ali je neresnično ali ne.«. New York Times 
Co. v. Sullivan, 376 U.S., § 280 (1964). 
80 »Napačne trditve so neizogibne v svobodni razpravi in … morajo biti varovane, da ima svoboda izražanja 
maneverski prostor, ki ga potrebuje, da preživi …«. Prav tam, § 272. Glej tudi: NAACP v. Button, 371 U.S. § 
433 (1963). 
81 Menim, da bi družbeno omrežje še vedno takšno objavo lahko izbrisalo, saj je malo verjetno, da bi s strani 
družbenega omrežja zaposlena oseba ocenila, da se avtor ni zavedel neresničnosti navedb. Morebitna kazenska 
odgovornost avtorja je drugo vprašanje. 
82 Slovar slovenskega knjižnega jezika opredeljuje dezinformacijo kot »napačna informacija, zlasti namerna«. 
»Dezinformacija«, SSKJ, dostopno na: <http://bos.zrc-
sazu.si/cgi/neva.exe?name=ssbsj&tch=14&expression=zs%3D10205> (31. 12. 2018).   
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Z velelnim elementom zavajanja razmejimo med lažno novico in satiro83. Za satiro je namreč 
značilno, da avtor vede razširja neresnično vsebino, vendar nima namena zavajati svojih 
bralcev.84  Satiriki se često poslužujejo laži kot izvedbene oblike družbene kritike, katere 
resničen namen je informirati in ne dezinformirati naslovnike.85 Vsled satiri tako slovenska86, 
ESČP87, in ameriška88 sodišča namenjajo pravno varstvo.89 
ii. Dejstvo 
»… neresnična navedba o dejstvu …«  
Poglavitno je, da lažna novica vsebuje navedbo o določenem dejstvu90, ki ga je mogoče 
empirično opredeliti kot neresničnega (npr. mogoče je raziskati, ali je bila vsota stavnih 
vplačil na športno tekmo čezmerno visoka).91 S tem lažne novice razmejim od mnenj, ki 
uživajo širše varstvo znotraj svobode izražanja. 92  Velja naglasiti, da ni potrebno, da je 
sporočilo v celoti neresnično.93 Mnogo lažnih novic se namreč dotika resničnih osebnosti in 
resničnih dejstev.94 Odločilno je, da skupek resničnih in neresničnih informacij kot celota 
posreduje neresnično sporočilo o določenem družbenem dogodku. Seveda ovrednotenje, ali 
gre za resnično ali neresnično dejstvo, ni vedno preprosto. V posameznih primerih je zelo 
težko razmejiti med dejstvi (npr. Gregor je košarkarski sodnik) in mnenji, ki temeljijo na 
                                                          
83  ESČP je na primer opredelilo satiro kot »obliko umetniškega izražanja in družbenega komentiranja, za 
katerega je značilno pretiravanje in izkrivljanje resničnosti, s ciljem razburjanja in vznemirjanja naslovnikov.« 
Sodba ESČP v zadevi Vereinigung Bildender proti Avstriji, št. 68354/01 z dne 25. 1. 2017, § 33.  
84 Verstraete, op. 19, str. 5. 
85 Višje sodišče v Ljubljani sodba in sklep I Cp 1206/2015 z dne 10. 6. 2015, § 20. 
86 Prav tam. 
87 ESČP Vereinigung Bildender, op. 83, § 33. 
88 Hustler Magazine v. Falwell, 485 U.S. 46 (1988). 
89 Kot zanimivost naj omenim, da je 2012  spletni satirični portal The Onion poročal, da bi ameriški podeželski 
beli volivci raje volili za iranskega predsednika Mahmoud Ahmadinejada kot Baracka Obamo. Misleč, da je 
objava resnična jo je delila poglavitna iranska tiskovna agencija (Fars News). Takšna novica ni lažna novica, saj 
njeni avtorji niso imela namena zavajati svojih bralcev. Ray Sanchez, Iran fooled by US satirical website The 
onion, The Telegraph, 28. 9. 2012, 
<https://www.telegraph.co.uk/news/worldnews/middleeast/iran/9574727/Iran-fooled-by-US-satirical-website-
The-Onion.html> (31. 12. 2018).  
90 Dejstvo je »kar dejansko obstaja ali se je v resnici zgodilo …«. »dejstvo«, SSKJ, dostopno na: <http://bos.zrc-
sazu.si/cgi/a03.exe?name=sskj_testa&expression=ge=dejstvo> (31. 12. 2018).  Ali če uporabim lične besede 
Waldmana: »Dejstva podobno kot gravitacija niso stvar debate - so samo naši vtisi ali čutstva o njih .«. 
Waldman, op. 4, str. 128. 
91 Calvert, op. 22, str. 160. 
92 Tako slovenska, ESČP kot ameriška sodišča ne dopuščajo dokazovanja resničnosti mnenj oziroma vrednostnih 
sodb za razliko od dejstev, ki jih je mogoče izpostaviti preverjanju resničnosti.Glej podrobneje: razdelka: »Lažne 
novice in EKČP« in »Lažne novice in Ustava ZDA«. 
93 Pogosto se dogaja, da tudi visoko kakovostne novice v posameznih delih niso povsem točne. Leta 1948 je 
Chicago Daily Tribune napačno poročal, da je Thomas E. Dewey v predsedniški bitki premagal Henryja 
Trumana. Elizabeth Nix, 'Dewey Defeats Truman': The Election Upset Behind the Photo, History, 1. 1. 2018, 
<https://www.history.com/news/dewey-defeats-truman-election-headline-gaffe> (31. 12. 2018). 
94 Gelfert, op. 75, str. 100; Verstraete, op. 19, str. 12; Brown, op. 15., str. 521-522. 
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dejstvih (npr. navkljub dvema tehničnima napakama je briljantno opravil svoje delo). Za 
povrh, ko je razmejitev opravljena, je treba preveriti še (ne)resničnost.95 
iii. Novica 
»… daje vtis, da je resnična novica verodostojnega medija …«  
Lažna novica je zasnovana tako, da daje vtis, da gre za poročanje (»mimikrijo«) 
verodostojnega medija.96  Objavam so pogosto priložene slike, neresničen avtor, izmišljeni 
citati uglednih osebnosti, spletni format po obliki in vsebini spominja na spletne strani 
konvencionalnih medijev97, pogosto se je ime spletne domene razlikoval zgolj za nianso (npr. 
www.dnevnik24.si namesto  www.dnevnik.si).98 Ta element je poglaviten, saj je ravno stopnja 
dovršenosti in prepričljivosti tisto, kar še posebej razločuje lažne novice od tradicionalnih 
laži.99 Vtis, da gre za resnično novico, daje poročevalcu dodatno legitimnost. Objava namreč 
ne zavaja samo po svoji vsebini, temveč tudi po svoji obliki. Lahko rečem, da gre za 
kvalificirano oziroma nevarnejšo obliko laži, saj obstaja višja verjetnost, da bo bralec 
zaveden, s tem pa tudi višja verjetnost nastanka škode. Kot ustrezni standard presoje, ali 
objava daje vtis, da gre za novico, bi slovensko sodišče uporabilo povprečnega bralca100, 
ameriško bi se sklicevalo na razumnega bralca101.102 
iv. Motiv 
»… z namenom, da pridobi premoženjsko korist ali vpliva na odločitev volivcev …« 
                                                          
95 J. K. Wood, Truth, Lies, and Stolen Valor: A Case for Protecting False Statements of Fact under the First 
Amendment, 61 Duke L.J. 469 (2011), str. 495-497. 
96  Angie Drobnic Holan, 2016 Lie of the Year: Fake News, POLITIFACT, 13. 12. 2016, 
<https://www.politifact.com/truth-o-meter/article/2016/dec/13/2016-lie-year-fake-news/> (31. 12. 2018). 
97 Denimo makedonski najstniki so uporabili naslednje domene: NewYorkTimesPolitics.com, PoliticsHall.com, 
USAPolitics.co itd. Samath Subramanian, Inside The Macedonian Fake-News Complex, WIRED, 15. 2. 2017,  
<https://www.wired.com/2017/02/veles-macedonia-fake-news/> (31. 12. 2018).   
98  Glenn Kessler, The Fact Checker's guide for Detecting Fake News, Washington Post, 22. 11. 2016, 
<https://www.washingtonpost.com/news/fact-checker/wp/2016/11/22/the-fact-checkers-guide-for-detecting-
fake-news/?utm_term=.527d6f585619>.  
99 Tarlah McGonagle, »Fake news«, False fears or real concerns? Netherlands Quarterly of Human Rights 
2017, Vol. 35 (4), str. 206. 
100 »Povprečni bralec je nekje vmes med izjemno sumničavim človekom in izjemnim naivnežem; je v bistvu 
pošten in razumem ter ne dela sovražnih zaključkov na podlagi trhlih argumentov, vendar ga lahko okrivimo 
določene lahkomiselnosti, saj senzacionalističnih novic ne sprejema posebej previdno ali kritično.«. (Poudaril G. 
O.)Sodba Višjega sodiščav Ljubljani Cp 1206/2015 z dne 10. 6. 2015.  
101 »Če določene izjava presega besedni pomen (literary meaning), je odločilno, kako bi razumni bralec razumel 
takšno izjavo.«. (Poudaril G. O.) Lynch v. New Yersey Educ. Ass'n, 161 N.J. 152, § 167 (Supreme Court of New 
Yersey 1999). 
102 Menim, da med omenjenima standardoma ni znatnih vsebinskih razlik, kar nakazujejo tudi besede Višjega 
sodišča v Ljubljani: »… z vidika povprečnega bralca, tj. razumnega bralca, ki ni vnaprej opredeljen …«. VSL 
sodba I Cp 3019/2014 z dne 4. 2. 2015, § 7. 
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Kot nagib oziroma motiv razumem psihično gibalo, ki vodi ustvarjalca lažne novice. 103  
Preprosto povedano:motiv je izvirni razlog, zakaj nekdo objavi ali deli lažno novico. V opisu 
kaznivega dejanja je označeno, da gre za fakultativno sestavino. To ne drži povsem. 
Fakultativnost je mišljena v smislu tipa – ali finančni ali politični. Menim, da je motiv 
vendarle nujna sestavina. Kot sem nakazal pri razmejitvi s satiro, bi moral avtor z zli nameni 
ustvariti ali deliti lažno novico, sicer bi pretirano zastrnili govor. Pogojevanje zloveščega 
motiva bi bila smiselno predvsem za morebitno individualno kazensko odgovornost. Denimo 
doktrina ameriškega Vrhovnega sodišča narekuje, da vede predočenih neresničnih dejstvenih 
navedb ne moremo inkriminirati, če avtor nima zli namenov ali ne povzročajo škode.104Sodna 
praksa ESČP ravno tako upošteva nagib oziroma dobro vero kot eno izmed okoliščin pri 
tehtanju posega v svobodo izražanja.105 
3. 5. 2. Izbirne sestavine lažne novice 
i. Medij (spletno družbeno omrežje) 
»... objavljena ali deljena na spletnem družbenem omrežju …«  
Gre za fakultativni element lažnih novic, ki je merodajen za primer morebitne regulacije 
lažnih novic na družbenih omrežjih. Vrsta medija sama po sebi ni konstitutiven segment lažne 
novice.106 Drži, da je internet soodločilno prispeval k razmahu lažnih novic, vendar samo 
dejstvo, da določena vsebina ni bila deljena na družbenem omrežju, ne pomeni, da preneha 
biti lažna novica. 107  Vrsta medija bi lahko predstavljala kvalificirano obliko kaznivega 
dejanja. Če je lažna novica objavljena denimo na Twitterju, je škoda (npr. Gregorjeva čast in 
dobro ime) zaradi plejade slušateljev načeloma mnogo višja, kot če nejevoljni navijači 
obrekujejo v vaški gostilni. 
ii. Škoda 
»… z dejanjem … povzročena škoda« 
                                                          
103 »Motiv oziroma nagib je psihično gibalo, ki vodi storilca pri storitvi  kaznivega dejanja. Nagib oziroma motiv 
praviloma ni vključen v storilčev naklep in tudi ni zakonski znak kaznivega dejanja …«, Sodba Višjega sodišča v 
Ljubljani II Kp 1007/2009 z dne 8. 12. 2009. 
104 Sullivan, op. 79, § 280. 
105 Sodba ESČP v zadevi Schwabe proti Avstriji, št. 130704/88 z dne 28. 8. 1992, § 34, Sodba ESČP v zadevi 
Oberschlick proti Avstriji, št. 11662/85 z dne 23. 5. 1991, § 63, Sodba ESČP v zadevi Lingens proti Avstriji, št. 
68354/01 z dne 25. 1. 2007, § 46, Sodba ESČP v zadevi Castells proti Španiji, št. 11798/85 z dne 23. 4. 1992§ 
48 
106 Gelfert, op. 75 , str. 98. 
107 Prav tam. 
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Primeri so pokazali, da so lažne novice lahko škodljive na mnogovrstne načine (npr. padec 
borznih indeksov, smrt, izgredi, krnitev časti in dobrega imena itd.). Škoda je lahko konkretna 
(npr. streljanje v lokalu) ali splošna (poneumljanje volivcev). Kar se tiče volitev, se lahko 
odraža na individualni (mikro) ravni: posameznik zaradi lažne novice voli drugega kandidata, 
kot bi ga sicer.108 Morebiti pa celo na družbeni (makro) ravni: volilno telo zaradi vpliva lažnih 
novic sprejme drugo politično odločitev.109 Prav gotovo bo lažje preganjati lažne novice, ki 
bodo imele finančne motive, saj je škoda oprijemljivejša, obenem pa ne gre za politični govor, 
ki uživa višje varstvo znotraj svobode izražanja. Določljivost in vrsta škode bo odvisna od 
narave pravnega urejanja. Zakonodajalec bo svojega branitelja ustave prav gotovo moral 
prepričati, da je v tovrstnem govoru vsaj nekaj škodljivega. Je pa stvar posamezne 
jurisprudence in predmeta urejanja, ali mora biti škoda določena, določljiva ali pa zadošča 
zgolj  dobršna mera verjetnosti njenega nastanka.110 
3. 6. SKLEP 
Lažne novice so edinstveni družbeni pojav, ki zaradi svoje prisotnosti v razpravah javnega 
pomena, potrebuje jasno, skladno, predvsem pa strokovno opredelitev. Poglavitna značilnost 
lažne novice je, da je posredovana kot resnična vest verodostojnega medija. Preverljiva 
dejstva in krivdni odnos sta kot nujni sestavini varovalo pred pretiranimi posegi v svobodo 
izražanja. Vključitev tipa motiva in morebitnih fakultativnih elementov (medij, konkretna 
škoda) bo odvisna od namena pravnega urejanja. V primeru individualne kazenske 
odgovornosti bi se lahko nastanek konkretne škode pogojeval z težjo (kvalificirano) obliko 
kaznivega dejanja. Treba je poudariti, da splet, predvsem pa družbena omrežja stopnjujejo 
škodljivost lažnih novic. Spletna orodja na eni strani omogočajo, da je neresničnost bolj 
dovršena. Za nameček pa je krog potencialnih oškodovancev in tudi storilcev (!) praktično 
neomejen. Smiselno bi bilo razmisliti predvsem o preganjanju finančno motiviranih lažnih 
novic. Tovrsten govor bi lahko morebiti opredelili kot zlorabo pravice, saj bi stežka branili, da 
zasleduje katerega od smotrov svobode izražanja. Poleg tega je finančna škoda mnogo lažje 
dokazljiva. Glede lažnih novic, ki imajo politične motive, podrobneje v sledečem poglavju. 
 
 
                                                          
108 Calvert, op. 75, str. 109. 
109 Prav tam. 
110 Schenk v. United States, 249. U.S. 47 (1919) § 52 
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4. LAŽNA NOVICA IN EKČP 
Sedaj bom nakazal, kakšne so možnosti, da bi morebitna pravna zajezitev lažnih novic 
prestala presojo Evropskega sodišča za človekove pravice (ESČP) in ameriškega Vrhovnega 
sodišča. V mislih imam  lažne novice v širšem, ki jih avtor razširja z namenom, da bi vplival 
na volilni izid. Že kaznive lažne novice (lažne novice v ožjem) niso predmet presoje, saj so že 
tako ali tako izvzete iz pravnega varstva in bi seveda vzdržale presojo. Po vzoru 
francoskega 111  zakonodajalca si predstavljajmo zakon, ki bi v predvolilnem času (npr. 3 
mesece pred volitvami) kaznoval širjenje lažnih novic.112  To bi storil z namenom, da bi 
volivci zares svobodno izrazili svojo voljo (zagotavljanje demokratičnosti volilnega procesa).  
4.1 POGLAVITNA IZHODIŠČA 
Mogoče si je zamisliti kopico 113  primerov, ko bi pritožnik pred Evropskim sodiščem za 
človekove pravice (ESČP) zatrjeval kršitev svobode izražanja, ker ga je država kaznovala ali 
mu kako drugače omejila govor zaradi razširjanja lažnih novic. V sledečem poglavju si bom 
»nadel strasbourško togo« in skušal nakazati, kako bi sodišče presojalo tovrstne primere, 
predvsem pa izluščiti merodajne elemente presoje. Treba je dodati, da ESČP ne bo presojalo 
zgolj skladnosti zakona s konvencijo, temveč edinstveni primer, ki bi bil sad takšnega akta. 
Zavoljo tega bo pričujoči del naloge še nekoliko bolj hipotetičen, saj bom imel v mislih 
fiktiven primer, ki bi izviral iz hipotetičnega predpisa. Pri presoji ameriškega Vrhovnega 
sodišča, ki sledi,  pa bomo imeli v mislih zgolj hipotetičen pravni predpis.  
Evropska konvencija o človekovih pravicah (EKČP)114 zagotavlja svobodo izražanja.115 Že 
samo besedilo Konvencije jasno določa, da je svobodo izražanja mogoče omejiti 116  pod 
                                                          
111 Predlog Zakona za preprečevanje zavajanja (manipuliranja) z informacijami z dne 20. 11. 2018. Naslov 
besedila v francoščini: »PROPOSITION DE LOI relative à la lutte contra la manipulation dé'information«. 
Dostopno na: < http://www.assemblee-nationale.fr/15/ta/tap0190.pdf> (31. 12. 2018).  
112  Predlog je 22. 11. 2018 sprejela francoska narodna skupščina. Zakon omogoča med drugim političnim 
kandidatom, da zahtevajo od sodišča, da v 48  urah odredi izbris neresnične novice. Obenem ima državna 
televizijska agencija pooblastilo, da odredi suspenz televizijskih kanalov, ki so pod nadzorom tujih vlad in 
razpečujejo neresnične informacije. Michael-Ross Fiorentino, France passes controversial 'fake news' law, 
Euronews, 22. 11. 2018, dostopno na: <https://www.euronews.com/2018/11/22/france-passes-controversial-
fake-news-law> (31. 12. 2018).  
113 Zaradi kršitve svobode izražanja si je mogoče predstavljati pritožbo Facebooka, ki je bil kaznovan, ker ni 
pravočasno odstranil protipravne vsebine; pritožbo televizije Russia Today, ki ji je država zaradi razširjanja 
lažnih novic onemogočila oddajanje v času volitev, pritožbo posamezika, ki je bil kaznovan, ker je preko 
Twitterja delil ali objavil lažno novico … Možen je tudi primer, ko bi se posameznik skliceval na kršitev pravice 
do zasebnega in družinskega življenja, ker država ni ustrezno kaznovala govora (lažne novice), ki  mu je 
nesorazmerno posegel v čast in dobro ime. 




pogojem, da država izkaže, da je poseg predpisan z zakonom, zasleduje legitimen cilj in je 
nujen v demokratični družbi.117 Gre za t. i.  tridelni test (»pravni temelj«, »legitimen cilj«, 
»nujen v demokratični družbi«) presoje upravičenosti posega v konvencijske pravice.118 
Test sorazmernosti 
Če test nekoliko posplošim119 in se navežem na lažne novice, bi ESČP najprej preverilo, ali 
ima preganjanje lažnih novic podlago v pravnem temelju, ki je dostopen in zasnovan dovolj 
predvidljivo, da lahko naslovnik prilagodi svoje ravnanje in predvidi posledice svojih 
ravnanj.120 Pri tem mora postopanje države zasledovati vsaj enega od legitimnih namenov, ki 
jih Konvencija izrecno določa. 121 Če ima poseg ustrezno pravno podlago in zasleduje 
legitimen cilj, bi pri tretjem koraku ugotavljalo, ali obstoji nujna družbena potreba za tovrstno 
ukrepanje in ali je poseg sorazmeren zasledovanemu namenu.122 Preprosto povedano, država 
bo morala izkazati, da so lažne novice tako akuten družbeni problem, da je pravna 
intervencija neizbežna in da je pri postavljanju in izvrševanju prava ustvarila ustrezno 
razmerje med interesi govorca in javnim interesom. Naj še dodam, da je za razliko od 
ameriškega Vrhovnega sodišča, za ESČP značilen t. i. pristop tehtanja pravic (»balancing 
approach«), zato bo pri sklepnem koraku presoje vzelo v obzir vsa relevantna dejstva in 
okoliščine primera, predvsem pa kontekst, vsebino in vpliv lažne novice.123 Pri tem pa obstaja 
                                                                                                                                                                                     
115  1. odstavek 10. člena EKČP: »Vsakdo ima pravico do svobode izražanja. Ta pravica obsega svobodo 
mišljenja ter sprejemanja in sporočanja obvestil in idej brez vmešavanja javne oblasti in ne glede na meje …«.   
116 2. odstavek 10. člena EKČP: »Izvrševanje teh svoboščin vključuje tudi dolžnosti in odgovornosti in je zato 
lahko podvrženo obličnostim pogojem, omejitvam ali kaznim, ki jih določa zakon in ki so nujne v demokratični 
družbi zaradi varnosti države, njene ozemeljske celovitosti, zaradi javne varnosti, preprečevanja neredov ali 
zločinov, za zavarovanje zdravja ali morale, za zavarovanje ugleda ali pravic drugih ljudi, za preprečitev 
razkritja zaupnih informacij ali za varovanje avtoritete in nepristranskosti sodstva.«. 
117 Sodba ESČP v zadevi Sunday Times proti Združenemu kraljestvu, št. 6538/74 z dne 26. 4. 1979, § 45. 
118 A. Teršek, Svoboda izražanja v sodni praksi Evropskega sodišča za človekove pravice in slovenski ustavo 
sodni praksi, Informacijski dokumentacijski center Sveta evrope (2007), str. 126. Primerjaj: Harris, O'Boyle, 
Warbrick, Law of the European Convention on Human Rights, Second Edition, Oxford University Press (2009), 
str. 10. 
119 Če postavimo presojo dopustnosti (»admissibility«) na stran, bo ESČP najprej preverilo, ali sploh gre za 
poseg v svobodo izražanja. 
120 Teršek, op. 118, str. 130. 
121 Kar se tiče svobode izražanja so v drugem odstavku 10. člena Konvencije določeni naslednji legitimni cilji: 
varnost države, njene ozemeljske celovitosti in javna varnost (1), preprečevanje neredov in zločinov (2), 
zavarovanje zdravja ali morale (3), zavarovanje ugleda ali pravic drugih ljudi (4), preprečitev razkritja zaupnih 
informacij (5) in varovanje avtoritete in nepristranskosti sodstva (6).  
122 U. Prepeluh, Svoboda izražanja in Evropska konvencija o človekovih pravicah, Zbornik znanstvenih razprav, 
2001, str. 260. 
123 T. McGonagle, op. 99, str. 205. 
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možnost, da bo državi članici prepustilo široko polje proste presoje (»margin of 
appreciation«) glede izbire ustreznih ukrepov.124 
4. 2. UPORABA IZHODIŠČ 
4. 2. 1. Test sorazmernosti 
i. Pravna podlaga 
Če bi bil zakonski opis širjenja lažnih novic dovolj natančen, dostopen in predvidljiv, 
evropski postavodajalci pri prvem koraku načeloma ne bi smeli imeti težav.125 
ii. Legitimen cilj 
Tukaj se postavi vprašanje, ali lahko izražanje omejimo z namenom, da bi zagotovili  
svobodno izvajanje volilne pravice (»right to free election«). Seveda si je mogoče zamisliti 
tudi zakon, ki bi inkriminiral lažne novice z namenom preprečevanja neredov, varovanja časti 
in ugleda posameznikov ali celo varnosti države (npr. kibernetski napadi pod vodstvom ali 
pokroviteljstvom druge države). Vendarle je takšen govor načeloma že izvzet iz 
konvencijskega varstva in zajet z obstoječimi protipravnim ravnanji.126 Fiktivni zakonodajalec 
na drugi strani želi z omejitvijo prostega toka informacij doseči, da bi volivci prejeli zgolj 
verodostojne in merodajne vesti ter v končni fazi sprejeli bolj ozaveščeno odločitev. 
Povedano drugače, z okrnitvijo ene pravice veli doseči svobodnejše izvrševanje druge, čeprav 
naj bi ravno prostost obeh služila skupnemu cilju.127 S tem zagotavlja in obenem posega v 
demokratičnost volilnega procesa. Gre za specifičen cilj, saj zadeva samo jedro demokracije. 
Volilni proces je namreč izvedba volje ljudstva. Morebitne posege je zato treba razlagati 
ozko, saj obstaja nevarnost, da bo vladajoča oblast krojila postopek tako, da bo ustrezal 
                                                          
124 Harris, O'Boyle, Warbrick, op. 118, str. 11-14. 
125 Če se bo predpis dotikal družbenih omrežjih, velja tudi njih dovolj določno opisati. Da bi se država izognila 
nejasnostim bi bilo smiselno, da pristojni upravni organ oziroma agencija vodi sproti dopolnjen seznam 
družbenih omrežij, ki jih zavezuje zakonodaja. Pri sprejemu nemškega NetzDG-ja je bilo namreč veliko očitkov, 
da družbena omrežja niso opredeljena dovolj določno in vsled ni jasno, koga vse zakon zavezuje. 
126 Denimo slovenski kazenski zakonik v svojem 309. členu kot kaznivo dejanje določa Zloraba znamenj za 
pomoč in nevarnost: »Kdor … lažno sporoči, da grozi nevarnost in s tem povzroči, da so državni organi ali 
druge pristojne organizacije ukrepale brez potrebe ali neupravičeno uporabile sredstva sistema zaščite, 
reševanja in pomoči, se kaznuje z zaporom do treh let.«. Glej tudi: Razžalitev (158. člen), Obrekovanje (159. 
člen),  Žaljiva obdolžitev, (160. člen), Opravljanje (161. člen), Očitanje kaznivega dejanja z namenom 
zaničevanja (162. člen), Javno spodbujanje sovraštva, nasilja ali nestrpnosti (297. člen) itd. 
127 Besedilo v angleščini: »Freedom of the press affords the public one of the best means of discovering and 
forming an opinion of the ideas and attitudes of their political leaders. In particular, it gives politicians the 
opportunity to reflect and comment on the preoccupations of public opinion; it thus enables everyone to 
participate in the free political debate which is at the very core of the concept of a democratic society.«.  ESČP 
Lingens, op. 105, § 42. 
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njenim interesom oz. njeni volji in jo ohranil na oblasti. Sodišče namreč neomahljivo 
ponavlja: »Svobodne volitve in svoboda izražanja, še posebej neokrnjena politična razprava, 
tvorita temelj slehernega demokratičnega sistema.«.128 Še več, »… svoboda izražanja je eden 
od predpogojev, da bodo volivci v izbiri zakonodajalca svobodno izrazili svojo voljo …,«129 
zato mora država še posebej v predvolilnem času zagotoviti, da prosto krožijo sleherne 
informacije.130 Vendarle je bilo v zadevi Bowman proti Združenemu kraljestvu131 poudarjeno, 
da sta lahko tudi omenjeni pravici v konfliktu in da je še zlasti »v predvolilnem času mogoče  
omejiti svobodo izražanja z ukrepi, ki sicer ne bi bili sprejemljivi, z namenom da se zagotovi 
svobodna odločitev volivcev …«.132  Strasbourški senat je tako že predočil, da »zagotavljanje 
demokratičnosti volilnega procesa,«133»oskrbovanje volivcev z resničnimi informacijami v 
času predsedniške kampanj,« 134  in»preprečevanje izkrivljanja politične razprave« 135  so 
upravičeni razlogi za poseg v svobodo izražanja, saj ščitijo pravice drugih136 (pravica do 
svobodnih volitev137).138 
iii. Nujen v demokratični družbi 
Sodišče bo pri presoji obstoja nujne družbene potrebe in sorazmernosti posega, vzelo v obzir 
vsa relevantna dejstva in okoliščine primera, najverjetneje predvsem kontekst, namen, vsebino 
in vpliv lažne novice ter morebitne milejše ukrepe države. 
 
                                                          
128 Besedilo v angleščini: »Free elections and freedom of expression, particularly freedom of politicial debate, 
together form the bedrock of any democratic system.«. Sodba ESČP v zadevi Bowman proti Združenemu 
kraljestvu, št. 24839/94, z dne 19. 2. 1998, § 42; Sodba ESČP v zadevi Mathie-Mohin  in Clerfayt proti Belgiji, 
št. 9267/81 z dne 2.3. 1987§54.  
129 ESČP Bowman, op. 127, § 42. 
130 Prav tam. 
131 Glej: ESČP Bowman, op. 127. 
132 Besedilo v angleščini: »… in the period preceding or during an election, to place certain restrictions, of a 
type would not usually be acceptable, on freedom of expression, in order to secure the 'free expression of the 
opinion of the people in the choice of legislature'.«. ESČP Bowman, op. 127, § 43. Glej tudi ESČP Mathie-
Mohin, op. 127, § 54: »Electoral system seek to fulfill objectives which are sometimes scarcely compatible with 
each other: on the other hand, to reflect fairly faithfully the opinion of people, and on the other, to channel 
currents of thought so as to promote the emergence of sufficiently clear and coherent politicial will.«. 
133 Besedilo v angleščini: »… the need to protect the electoral process as part of the democratic order …«. 
Sodba ESČP v zadevi Animal Defenders International proti Združenemu kraljestvu, št. 48876/08 z dne 22. 4. 
2013, § 111. 
134  Besedilo v angleščini: »… was intended to pursue a legitimate aim – providing the voters with true 
information in the course of presidential campaign of 1999.«. Sodba ESČP v zadevi Salov proti Ukrajini, št. 
65518/01, z dne 6. 12. 2005, § 110. 
135Besedilo v angleščini: »… it prevented the political debate at election times from being distorted by having 
discussion shifted away from matters of general concern …«. ESČP Bowman, op. 127, § 36. 
136Kot zgoraj omenjeno, je »zavarovanje pravic drugih ljudi« skladno z 2. odstavkom 10. člena Konvencije 
legitimen cilj za poseg v svobodo izražanja. 
137 Pravico do svobodnih volitev zagotavlja 3. člen prvega protokola h Konvenciji.  
138 Besedilo v angleščini: »The Court accepts that this corresponds to the legitimate aim of protecting the 




Uvodoma lahko rečem, da fiktivni postavodajalec postopa po sila občutljivem  konvencijskem 
področju, kajti predlagani zakon omejuje svobodo izražanja v predvolilnem času. ESČP 
namreč neutrudljivo naglašuje visoko mesto, ki jo ima svoboda izražanja v hierarhiji 
človekovih  pravic, saj brez nje ni mogoče učinkovito uživati drugih pravic in svoboščin.139 
Poleg tega je svobodna in raznolika razprava srce demokracije in še posebej politiki morajo 
trpeti tudi žaljive, šokantne ali vznemirljive vesti, ki zadevajo njihovo javno udejstvovanje.140 
Vrh tega je treba zlasti v obdobju pred volitvami zagotoviti prosti trg idej in informacij, da 
bodo volivci zares opolnomočeni.141 
Navkljub navedenemu je Sodišče že odločilo, da »Svoboda politične diskusije nedvoumno ni 
absolutna v svoji naravi,«142 in da jo je ravno v predvolilnem obdobju mogoče omejiti s sicer 
nedopustnimi ukrepi.143 Nekoliko nasprotujočo si logiko ESČP-ja je mogoče pojasniti takole: 
na eni strani politična razprava kot posebna kategorija govora sama po sebi, še posebej pa v  
času pred sledečimi volitvami, uživa višje konvencijsko varstvo. V praksi bi to pomenilo, da 
določen razlog, ki je načeloma dovolj tehten, da upraviči v poseg v svobodo izražanja, v 
volilnem obdobju ne bo zadostoval. Na drugi strani lahko obstoj nujne družbene potrebe v 
času volitev utemelji bolj invazivne ukrepe kot sicer, saj obstoji višja nevarnost, da bodo 
volivci zaradi izkrivljenih informacij sprejeli politično odločitev, ki je sicer ne bi. Z drugimi 
besedami, potencialni zakonodajalec bo moral v predvolilnem obdobju zadostiti višjemu 
standardu nujne družbene potrebe, če mu bo to uspelo, bo upravičen do rigoroznejših 
posegov. 
Vsebina 
Lažna novica je navedba o dejstvu. Sodna praksa narekuje, da je treba »skrbno razlikovati 
med dejstvi in vrednostnimi sodbami.«.144 Dejstva je za razliko od mnenj dovoljeno izpostaviti 
dokazovanju resničnosti.145 Pri presoji pa je treba poleg resničnosti upoštevati tudi dobro vero 
                                                          
139 »Svobodo izražanja predstavlja enega od pomembnih temeljev demokratične družbe in enega od osnovnih 
pogojev za njen napredek in samoizpolnitev vsakega posameznika.« Sodba ESČP v zadevi Baskaya in Okcuoglu 
proti Turčiji, št. 000235/94 z dne 8. 7. 1999, § 61. 
140 Sodba ESČP v zadevi Handyside proti Združenemu kraljestvu, št. 5493/72 z dne 7. 12. 1976, § 49. 
141 Bowman, op. 127, § 42. 
142 ESČP Castells, op. 105, § 46. 
143 Bowman, op. 127, § 42. 
144 Besedilo v angleščini: »… a careful distinction needs to be made between facts and value-judgments.«.  ESČP 
Schwabe, op. 105, § 34, ESČP Oberschlick, op. 105 , § 63, ESČP Lingens, op. 105,§ 46, ESČP Castells, op. 105, 
§ 48. 
145 Prav tam. 
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(namen) govorca.146 Iz primerov Lingens,147Oberschlick148 in predvsem Thorgeirson149 jasno 
izhaja, da je slabovernim neresničnim navedbam mogoče odkloniti varstvo, četudi zadevajo 
politično osebnost in so del razprave javnega pomena.150 Še več, denimo trditve, ki zanikajo 
obstoj holokavsta, so kot kategorija izvzete iz konvencijske zaščite in pomenijo zlorabo 
pravice.151 Tukaj sodišče ne dopušča niti dokazovanja.152 Holokavst je zgodovinsko dokazano 
(grozo)dejstvo in vzpostavljena je domneva, da njegovo zanikanje krši pravice drugih 
(človekovo dostojanstvo). 153  Navkljub povedanemu Konvencija ščiti satiro, četudi bo 
vsebovala lažnivo navedbo, če bo ustvarjalec zasledoval smotre, združljive z demokratično 
družbo (npr. umetniško izražanje ali družbena kritika).154 
V navezavi z vsebino vsekakor velja izpostaviti primer Salov proti Ukrajini155, vsaj po mojem 
mnenju, najbolj uporabljivo zadevo iz obstoječe judikature. Domače sodišče je pritožnika156 
obsodilo na petletno zaporno kazen, ker je v času predsedniških volitev delil ponarejeno 
različico časopisa, ki je vsebovala neresnično informacijo, da je predsedniški kandidat in 
tedanji ukrajinski predsednik Leonid Kučma mrtev. 157  Bilo mu je očitano, da je s tem 
ravnanjem nepošteno vplival na rezultate volitev in državljanom kršil volilno pravico.158 
ESČP je ugotovilo kršitev svobode izražanja. Kot pomembno okoliščino je izpostavilo, da je 
šlo za navedbo o dejstvu in da mu domača sodišča niso dokazala, da je namenoma velel 
zavajati volivce.159 Za nameček je bil vpliv dezinformacij na volitve malenkosten, saj je imel 
zgolj osem kopij časopisa.160 Petletna zaporna kazen in odvzem odvetniške licence za tovrstno 
ravnanje nista sorazmeren ukrep.161 Na tej točki lahko zaključim, da je lažne novice, ki so že 
po definiciji podane v slabi veri in vsebujejo neresnično dejstvo, mogoče kaznovati, še 
                                                          
146 Prav tam. 
147 Glej: ESČP Lingens, op.105 , 
148 Glej: ESČP Oberschlick, op. 105. 
149 Sodba ESČP v zadevi Thorgeirson proti Islandiji, op. 13778/88  z dne 25. 6. 1992. 
150 ESČP Lingens, op. 105,§ 46, ESČP Oberschlick, op. 105, § 63. ESČP Lingens, op. 105, §61. 
151 P. Mishra, Truth on Trial: Law, Memory, and Freedom of Expression in Europe, 5 SOAS L.J. 40 (2018), str. 
57-61. 
152 Sodba ESČP v zadevi Lehindeux in Isorni proti Franciji, št. 24662/94 z dne 23. 9. 1998, § 47. 
153 Glej podrobneje: A. Teršek, Svobodo izražanja glede holokavsta. V: A. Teršek (ur.), SVOBODA izražanja, 
mediji in demokracija v postfaktični družbi, GV Založba (2018), str. 133-138. 
154 ESČP Vereinigung Bildender, op. 83, § 33. 
155 Glej: ESČP Savlov, op. 133. 
156 Mirne vesti lahko rečem, da so domača sodišča tako strogo kaznovala pritožnika, ker je šlo za politično 
motivirani proces. Pritožnik je bil namreč pravni zastopnik enega izmed predsedniških kandidatov. 
157 ESČP Savlov, op. 133, § 3. 
158 Prav tam, § 12. 
159 Prav tam, § 113. 
160 Prav tam, § 114. 
161 Prav tam, § 116. 
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posebej, če imajo znatne negativne učinke. Seveda bo morebitna presoja odvisna še od ostalih 
okoliščin primera. 
Posledice 
Kot nakaže Salov, bo Sodišče najverjetneje presojalo učinek pritožnikov ravnanj za javni 
interes (npr. padec borznih indeksov za 139 milijard dolarjev)  in kako so se državni organi 
odzvali na njegovo dejanje (npr. triletna zaporna kazen). Prav gotovo ima lažna novica, ki 
doseže 14 milijonov uporabnikov, večji vpliv na volilni izid kot deljenje peščice kopij 
ponarejenih časopisov. Navkljub temu ESČP pričakuje, da države članice ne bodo v prvi meri 
bojevale nezaželenih izražanjs kazenskim postopkom.162 Sankcije kazenskopravne narave so 
namreč zaradi zastraševalnega učinka (t. i. chilling effect) ultima ratio. 163 Praviloma se 
pričakuje od  države, da preveri, ali obstajajo milejši ukrepi.164 To bo presojano tako na 
individualni ravni (npr. denarna kazen namesto zaporne) kot na ravni ukrepa kot celote (npr. 
samoregulacija in izobraževanje kot alternativi pravni intervenciji). Za razliko od ameriškega 
Vrhovnega sodišča, obstoj milejšega sredstva ne pomeni avtomatične kršitve 
Konvencije.165ESČP v zadevah Evans166 in Animal Defenders167 eksplicitno poudari: 
»Osrednje vprašanje ni …, ali bi lahko bila uporabljena bolj mila sredstva. Bistveno je 
namreč, ali je zakonodajalec pri sprejemanju ukrepov in vzpostavljanju ravnovesja postopal 
znotraj dodeljenega polja proste presoje.«.168 
V posameznih primerih bo torej Sodišče prepustilo državi, da svobodno izbere, kako bo 
postopala. To pomeni, da lahko država med možnimi ukrepi prosto izbere, čeravno 
izbranarešitev ni najmilejša. Drži, da ESČP dopušča široko polje proste presoje pri 
zagotavljanju demokratičnosti volilnega postopka. 169  Kljub temu sem mnenja, da države 
članice nimajo prav veliko manevrskega prostora pri preganjanju lažnih novic. Tovrstna 
kriminalizacija bolj kot samo izvedbo volitev v tehničnem oziru (npr. izbira volilnega 
                                                          
162 Sodba ESČP v zadevi Incal proti Turčiji, št. 22678/93 z dne 9. 6. 1998, § 54. 
163 Thorgeirson, op. 150, §64; Teršek, op. 118, str. 100. 
164 E. Brems, L. Lavrysen, 'Don't use a sledgehammer to crack a nut': less restrictive means in the case law of 
the European Court of Human Rights, Human Rights Law Review 15 (1), 2015, str. 28. 
165 Tukaj imam v mislih test stroge presoje (»strict scrutiny«) ameriškega Vrhovnega sodišča. 
166 Sodba ESČP v zadevi Evans proti Združenemu kraljestvu, št. 6339/05, 10. 4. 2007, § 91. 
167 ESČP Animal Defenders, op. 132, § 111. 
168 Besedilo v angleščini: »The central question as regards such measures is not …, whether less restrictive rules 
should have been adopted … Rather the core issue is whether, in adopting general measure and striking the 
balance it did, the legislature acted within the margin of aprreciation afforded to it.«. Prav tam. 
169 ESČP Mathie-Mohin, op. 128, § 54. 
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postopka) zadeva uravnavanje prostega toka informacij, ki zelo občutljivo konvencijsko 
področje. 
4. 3. SKLEP 
Sklenem lahko, da je lažnim novicam po vsebini mogoče odreči konvencijsko varstvo. Seveda 
pa je za ESČP bistveno, v kakšen kontekst in v katere edinstvene okoliščine primera bo 
umeščena takšna vsebina. Menim, da bi bil največji zalogaj prepričati strasbourško sodišče, da 
zares obstaja nujna družbena potreba po tovrstnem interventnem zakonu, saj se dotika razprav 
javnega pomena v predvolilnem obdobju. Treba se je zavedati, da ima svoboda izražanja 
prvenstveni položaj med najbolj elementarnimi človekovimi pravicami. Za nameček pa 
Konvencija razpravi javnega pomena naklanja še toliko višjo zaščito v času sprejemanja 
najbolj pomembnih političnih odločitev. 
Vsaj za zdaj je vpliv lažnih novic nedoumljiv, njihovo preganjanje pa bi lahko postalo 
nevarno orodje cenzure (»slippery slope«). V dvomu bo Sodišče prav gotovo raje zaščitilo 
govor. Ravno tako bo presoja morebitnih alternativnih ukrepov nekoliko strožja, saj ni 
pričakovati, da bi Sodišče državi prepustilo prav široko polje proste presoje. Navsezadnje je 
vendarle treba naglasiti, da presoja škodljivosti izražanja in obstoj milejših ukrepov nista 
nujna in samostojna koraka testa sorazmernosti, ampak eni izmed okoliščin, ki ju bo Sodišče 
v povezavi z ostalimi vzelo obzir pri svojem tehtanju. Kot bo obrazloženo v sledečem 
razdelku, vendarle dopuščam nekoliko več možnosti, da bi predlagana zakonodaja vzdržala 






5. LAŽNA NOVICA IN USTAVA ZDA 
5. 1. POGLAVITNA IZHODIŠČA 
Prvi amandma Ustave Združenih držav zapoveduje: »Kongres ne sme sprejeti zakona, ki bi 
omejeval svobodo govora ali tiska.« 170 . Navkljub brezpogojnosti jezika, govor ne uživa 
neomejene zaščita.171 Poglavitna značilnost ameriškega pristopa je, da so določene kategorije 
govora (npr. opolzka vsebina, sovražne besede, obrekovanje, otroška pornografija itd.) izvzete 
iz ustavnega varstva – gre za t. i. kategorični pristop (»categorical approach«).172 Tovrstna 
izražanja, vsaj z vidika Ustave, nimajo kakovosti govora. Sodišče bo zato najprej preverilo, ali 
lažne novice spadajo v katero izmed kategorij, ki ne uživajo pravnega varstva. Kot je spodaj 
pojasnjeno, neresnične dejstvene navedbe niso kategorično izključene iz pravnega varstva, 
zato se bo Sodišče pri naslednjem koraku vprašalo, ali vlada omejuje govor na podlagi 
njegovega sporočila (»content-based-regulation«) npr. če je omejevana laž, gre za pravno 
urejanje po vsebini, saj vlada ni naklonjena neresničnemu sporočilu.173 V primeru regulacije 
po vsebini, bo Sodišče izvedlo test stroge presoje (»strict scrutiny«), saj je vzpostavljena 
domneva, da je takšen zakon protiustaven.174 
Test stroge presoje (»Strict Scrutiny«) 
Sodišče v okviru striktnega testa najprej preveri, ali ima vlada neodložljiv interes za 
poseganje v posameznikove pravice (»compeling state interest«).175 V drugem koraku pa se 
prepriča, ali je zakonodajna rešitev dovolj ozko ukrojena (»narowly tailored«).176 Predlagatelj 
zakonodaje bo pred dokaj zahtevno nalogo.177 Najprej bo moral dokazati, da obstoji družbeni 
problem (npr. nedopustno vplivanje na svobodno odločitev volivcev), ki je nujno potreben 
rešitve. 178 Zatem pa vzpostaviti neposredno vzročno zvezo (»direct causal link«) med 
omejevanim govorom (lažna novica) in zatrjevano škodo (npr. ravno lažne nesprejemljiva 
                                                          
170 Besedilo v angleščini: »Congress shall make no law … abridging the freedom of speech, or of the press …«. 
Ustava Združenih držav Amerike z dne 4. 3. 1789, 1. amandma. 
171 »Prvi amandma … ne more biti in tudi ni bil mišljen, da bo ščitil sleherno obliko govora.«. Frohwerk v. 
United States, 249 U.S. 204 (1919) § 206. Glej tudi: Chaplinsky v. New Hampshire, 315 U.S. 568 (1942) § 571. 
172 Chaplinsky v. New Hampshire, 315 U.S. 568 (1942) § 571. 
173  Reed v. Town of Gilbert, 576 U.S. (2015), glej: »II«. Dostopno na: 
<https://www.supremecourt.gov/opinions/14pdf/13-502_9olb.pdf>  (31. 12. 2018).  
174 Prav tam. 
175 R.AV. v. St. Paul, 505 U.S. 377 (1992) § 395. 
176 Prav tam. 
177 Besedilo v angleščini: »It is rare that a regulation restricting speech because of its content will ever be 
permissible.«. United States v. Playboy Entertainment Group, lnc., 529 U.S. 803 (2000) § 818. 
178 Besedilo v angleščini: »The state must specifically identify an actual problem in need of solving …«. Brown 
proti Entertainment Merchants Association, 564 U.S. 786 (2011) § 799. 
 33 
 
vplivajo na odločitev volilcev).179 Obenem mora biti pravni predpis dovol jasen in ne sme biti 
preveč ali premalo obsežen.  
5. 2. UPORABA IZHODIŠČ 
5. 2. 1. Kategorizacija 
Ker je lažna novica svojevrstna oblika neresnične trditve o dejstvu, bom uvodoma preveril, ali 
je neresnična faktična izjava kot kategorija govora izvzeta iz ustavnega varstva. Vsaj na prvi 
pogled fragmentirani citati Sodišča temu pritrjujejo: »Neresnične navedbe o dejstvih nimajo 
ustavne vrednosti,«180 »Lažnive navedbe o dejstvih so še posebej nekoristne, saj nasprotujejo 
funkciji iskanja resnice v okviru prostega trga idej,«181 »Širjenje neresničnih informacij nima 
v sebi kakovosti Prvega amandmaja,« 182 »Vede neresnične izjave in izjave popolnoma 
brezbrižne do resnice ne uživajo ustavnega varstva …«183. Navzlic povedanemu Sodišče v 
zadevi Alvarez razblini vse dvome, da je temu tako: »Sodišče ni nikoli sprejelo kategoričnega 
pravila … da neresnične trditve ne uživajo ustavnega varstva.«. 184  V tem primeru je 
razveljavilo določbo zakona, ki je inkriminiral, če se je kdo lažno izdajal, da je prejel vojaško 
medaljo časti. Senat je zmotilo, da je zakon sankcioniral laž samo po sebi (npr. »kdor se lažno 
izdaja, da je prejel vojaško medaljo časti, se kaznuje …«), ne glede na namen lažnivca in 
morebitno škodo njegovega ravnanja. 185  Če strnem, najvažnejše sporočilo sodišča je, da 
neresničnost ni dovolj, da bi govoru odklonili varstvo. Laž mora imeti  določene  negativne 
posledice v zunanjem svetu. Denimo Prvi amandma dopušča  dopušča kaznovanje zanikanja 
holokavsta le, če bi takšen govor nemudoma povzročil konkretno dejanja nasilja. 186  Za 
nameček mora biti laž, ki zadeva politika, vede (krivdno) posredovana neresnično ali 
popolnoma brezbrižno do resnice. 187  Sodišče tako glede namen posameznega govorca in 
škodljivost določenim lažem naklanja (npr. laž, ki bi rešila pred vlomilcem, zadrego, posegom 
                                                          
179 »Mora obstajati neposredna vzročna povezava med odrejeno omejitvijo in preprečitvijo škode. United States 
v. Alvarez, 567 U.S. 709 (2012) § 719. 
180 Besedilo v angleščini: »There is no constitutional value in false statements of fact …«. Gertz v. Robert Welch, 
Lnc. , 418 U.S. 323 (1974), § 340. 
181 Besedilo v angleščini: »… false statements of fact are particularly valueless; they interfere with the truth-
seeking function of the marketplace of ideas …«. Hustler Magazine, Lnc. V. Falwell, 485 U.S. 46 (1988), § 52. 
182 Besedilo v angleščini: »Spreading false information in and of itself carries no First Amendment credentials 
…«. Herbert v. Lando, 441 U. S. 153 (1979) §, 171. 
183 Besedilo v angleščini: »The knowingly false statement and the false statement made with reckless disregard of 
the truth, do not enjoy constitutional protection …«. Garrison v. Louisiana, 379 U. S. 64 (1964), § 75. 
184 Alvarez, op. 180. 
185 Wood, op. 95, str. 472. 
186 Steven G. Gey, The First Amendment and the Dissemination of Socially Worthless Untruths, Florida state 
university law review, Vol. 36:1, str. 4. 
187 Sullivan, op. 79, § 280. 
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v zasebnost itd.) in določenim odklanja (npr. obrekovanje, zavajanje potrošnikov, neresnično 
poročanje o naravni katastrofi itd.) varstvo. Ker neresnične navedbe o dejstvih kot kategorija 
niso izvzete iz ustavnega varstva in predlagana zakonodaja omejuje govor na podlagi njegove 
vsebine, prehajam na test stroge presoje. 
5. 2. 2. Test stroge presoje 
i. Nujen državni interes 
Predlagani zakon želi preprečiti, da bi volilno telo zaradi lažnih novic sprejelo politično 
odločitev, ki je sicer ne bi. Z vidika sodne prakse ni dvoma, da je »ohranjanje integritete 
volilnega postopka« lahko nujen državni interes.188 Se pa postavi vprašanje, ali zares obstaja 
vzročna zveza med  lažnimi novicami  in izidom volitev? So lažne novice resničen problem, 
ki nujno potrebuje rešitev? Obstajati mora namreč neposredna vzročna povezava med 
omejevanim govorom in zatrjevano škodo. Kot nakazano, je eno izmed poglavitnih načel 
Prvega amandmaja, da je govor varovan, ne glede na zlovešče namene govorca, če ne obstoji 
dokaz, da povroča konkretno škodo.189 Ameriška vlada, ki bi predlagala tovrstno zakonodajo, 
bi se znašla pred na videz nepremostljivo oviro. Morala bi namreč dokazati, da lažne novice 
lahko vplivajo na potek volitev. Denimo navkljub zajetnemu medijskemu pompu  še ne 
obstaja prav nobena študija, ki bi potrjevala, da so lažne novice imele učinek na nedavne 
ameriške predsedniške volitve ali Brexit.190 Še več, vpliv, ki je »majhen in nerazločljiv od 
drugih učinkov,« 191  ni dovolj. Hipotetična zakonodaja bi, vsaj glede na obstoječe 
utemeljevanje Sodišča, sila štežka prestala že prvi korak presoje. Vsaj zaenkrat ni empiričnih 
dejstev, ki bi potrjevala, da so lažne novice, kar se tiče volitev, resničen problem. 
ii. Obstoj milejših ukrepov 
Dasiravno bi predlog vzdržal prvi del testa, je še vedno odprto vprašanje, ali obstajajo manj 
represivni ukrepi, ki bi zadosti učinkovito bojevali lažne novice. Calvert kot morebitne 
alternative ukrepe predlaga: nasprotni govor (»counterspeech«), izobrazbo in 
samoregulacijo. 192  Osrednjo idejo nasprotnega govora lično ponazarjajo besede sodnika 
                                                          
188 Besedilo v angleščini: »It is clear that preservation of the integrity of the electoral process is a legitimate and 
valid state goal.«. Rosario v. Rockenfeller, 410 U.S. 752 (1973), § 761. 
189 Gey, op. 187, str. 5. 
190 Allcott, Gentzkow, op. 21, str. 232. 
191 Besedilo v angleščini: » … small and indistinguishable from effects produced by other media.«. Brown, op. 
199, § 799.  
192 Calvert, op. 75, str. 114. 
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Brandeisa v zadevi Whitney proti Californiji193: »Če bo prišel čas, ko se bo treba v razpravi 
zoperstaviti neresnici in napakam … naj bo uporabljeno sredstvo več govora, in ne prisilna 
tišina.«.194 Preposto povedano: »slab« govor je mogoče ozdraviti s še več govora.195 Kar se 
tiče lažnih novic so tukaj mišljene predvsem neodvisne organizacije, ki preverjajo dejstva in 
konvencionalni mediji, ki ovračajo lažne novice ter seveda sleherni odzivi posameznikov.196 
Poleg tega lahko z izobraževanjem povzdvignemo nivo medijske pismenosti in 
opolnomočimo posameznika, da bo manj dovzeten za izkrivljena dejstva. 197  Za nameček 
lahko na spletu veliko pripomore samoregulacija družbenih omrežij (npr. dostopen sistem 
prijave protipravne vsebine, sodelovanje z neodvisnimi pregledovalci dejstev, označevanje 
lažnih novic z rdečimi zastavicami …). V omenjenem primeru Alvarez je tako sodišče 
odločilo, da bi bil nasprotni govor dovolj, da se odpravi škodo povzročene z neresničnim 
govorom.198 Na tem mestu je vredno omembe, da je idelogija Prvega amandmaja grajena na 
globokem nezaupanju do oblasti.199 Če je le mogoče, naj vladajoči ne določa, kaj res in kaj ne, 
kaj je dobro in kaj slabo, saj obstaja nevarnost, da bo krojil resničnost tako, da bo služila 
njegovim potrebam.200 Ker je dokaj očitno, da predlagana zakonodaja ne bi vzdržala testa 
stroge presoje, bom zaključil z besedami sodnika Kennedyja, ki je spisal utemeljitev 
vAlvarez: 
»Rešitev za govor, ki je neresničen, je govor, ki je resničen … Odziv na brezumno naj bo 
razumno, na neosveščeno, razsvetljeno, na popolno laž, preprosta resnica.«201. 
5. 3. SKLEP 
Lažne novice kot kategorija govora niso izključene iz ustavnega varstva, zato bi Sodišče 
najverjetneje opravilo test stroge presoje. Vzpostavitev neposredne vzročne zveze med 
lažnimi novicami in škodo (volini izid) je vsaj zaenkrat prevelik zalogaj. Poleg tega bi morala 
vlada prepričati Sodišče, da so morebitna alternativna sredstva neučinkovita. Poglavitna 
                                                          
193 Whitney v. California, 274 U. S. 357 (1927).  
194 Besedilo v angleščini: »If there be time to expose through discussion the falsehood and fallacies … the 
remedy to be applied is more speech, not enforded silence.«. Prav tam, § 377. 
195 R. D. Richards, C. Calvert, Counterspeech 2000: A New Look at the Old Remedy for »Bad« Speech, BYU 
Law Review, 2000,  str. 553-554. 
196 Calvert, op. 75, str. 115. 
197 To še kako lepo poosebljajo besede James Madisona: »Znanje bo vedno vladalo ignoranci, in ljudje, ki želijo 
biti sami svoji vladarji, morajo sebe oborožiti z močjo, ki jo daje znanje.«.Vojak, op. 53, str. 157. 
198 Alvarez, op. 180, § 728-729. 
199 Gey, op. 187, str. 22. 
200 Prav tam, str 3. 
201 Besedilo v angleščini: »The remedy for speech that is false the speech that is true. This is the ordinary course 
in free society. The response to the unreasoned is the rational; to the uninformed, the englightened; to the 
straight-out lie, the simple truth.«Alvarez, op. 180. 
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razlika v primerjavi z ESČP-jem je, da sta presoja obstoja neposredne vzročne zveze in 
milejših ukrepov nujna in ločena koraka testa stroge presoje. Kar pomeni, da bo sodišče 
avtomatsko razveljavilo zakon, če predlagatelj ne bo izkazal, da grozi konkretna škoda in da 
je predlagani ukrep najmanj invazivno učinkovito pravno sredstvo. Seveda je še (pre)mnogo 
razlik, ki bi jih velel izpostaviti, a je dolžina in nameni predmetnega dela ne dopuščajo. 
Navsezadnje vendarle velja poudariti, da je bil Prvi amandma odziv na neprizanesljivo 
cenzuro angleške krone in je ideloško grajen na globoki nejeveri do oblasti.202 Na drugi strani 
je EKČP kompromisen nadržavni pravni instrument, ki postavlja zgolj minimalne standarde 




                                                          
202 Argyro P. Karanasiou, On Balancing Free Speech in a Digital Context, 6 Masaryk U. J.L. & Tech. 247 
(2012), str. 249. 
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6. ODGOVORNOST UPRAVLJAVCA SPLETNEGA DRUŽBENEGA OMREŽJA 
6. 1. KRATEK UVOD V KRASNI NOVI SVET SPLETA 
V drugem delu bom prikazal, kdaj in v kakšnem obsegu odgovornost za protipravno vsebino 
svojih uporabnikov nosi družbeno omrežje (internetna posredniška odgovornost). Odgovor 
bom podal po ameriškem pravu, pravu EU, EKČP in nemškem pravu. S tem, ko bom 
poizvedel, kaj pravo zapoveduje glede protipravne vsebine, bom odgovoril tudi na vprašanje, 
kakšno odgovornost imajo družbena omrežja kar se tiče lažnih novic. Obravnavani predpisi 
načeloma203  urejajo enoten režim odgovornosti za vsa protipravna ravnanja. V pričujočih 
razdelkih imam v mislih zgolj lažne novice, ki uresničujejo zakonske znake enega ali več že 
obstoječih protipravnih ravnanj – t. i. kaznive lažne novice (lažne novice v širšem). Primerjani 
pravni redi namreč edinstvene inkriminacije lažnih novic ne poznajo. 
Da bo nekoliko lažje razumeti režim odgovornosti na spletu, hipoma preletimo posplošen 
koncept  odgovornosti posrednikov v svetu  tradicionalnih medijev (radio, tisk, televizija). 
Poštna podjetja in telefonski operaterji prenašajo tisk oziroma vsebino pogovorov, zato so 
opredeljeni kot t. i. skupni nosilci (»common carrier«). Ker nimajo, niti ne smejo (zapoved 
nevtralnosti) imeti  vpliva na prenesene vsebino, so izvzeti sleherne odgovornosti. 204 
Knjigarne in denimo trafike zgolj posredujejo tisk in ne spreminjajo vsebine. Zaradi malo 
boljšega vpogleda v predano sporočilo odgovarjajo, če jim je mogoče očitati zavest o 
protipravnosti. 205  Časopisne, radijske in televizijske hiše izvajajo redakcijski (uredniški) 
nadzor in se štejejo za primarne založnike.206 Ker imajo odločilen vpliv na vsebino, enako kot 
avtorji odgovarjajo neposredno.207 
Na spletu so avtorji opredeljeni kot internetni ponudniki vsebine (npr. uporabnik Facebooka, 
ki objavi selfie z Majo Keuc). Za objavljeno vsebino seveda odgovarjajo. Prav tako je 
nespremenjena odgovornost medijev. Urednik vizita.si je založnik in neposredno odgovarja. 
Kar se tiče posrednikov, vlogo pismonoše opravlja telekomunikacijski operater, ki zagotavlja 
                                                          
203  Communication Decency Act (CDA) zadeva protipravno vsebino, z izjemo industrijske lastnine. 
Direktiva/31/ES ureja enoten režim odgovornosti za protipravna ravnanja. ESČP vzpostavlja distinkcijo med 
protipravnimi in očitno protipravnimi ravnanji. NetzDG našteva 21 kaznivih dejanj, ki se smatrajo kot 
»protipravno« ravnanje. 
204 R. Perry, T. Z. Zarsky, Who Should Be Liable for Online Anonymous Defamation?, University of Chicago 
Law Review Online, Vol. 82, Iss. 1, Art.12 (2017), str. 163. 
205 Prav tam. 
206 Prav tam. 
207 Prav tam. 
 38 
 
infrastrukturo in dostop do spleta.208 Šteje se ga za skupnega nosilca in je izvzet odgovornosti. 
Nalogo knjigarn (distributerjev) uresničujejo internetni ponudniki storitev (»internet service 
provider« - ISP), saj zgolj zagotavljajo spletni prostor in posredujejo vsebino, ki so jo 
oblikovale tretje osebe. 209  Njihova poglavitna dejavnost je podatkovni prenos na 
telekomunikacijski infrastrukturi, ki se zagotavlja v mnogovrstnih oblikah. 210  Ponudniki 
storitev zagotavljajo denimo spletne brskalnike (Google), spletno mreženje (Facebook), 
spletne forume, spletne klepetalniki (WhatsApp) itd. Primerljivo kot distributerji v fizičnem 
svetu naj ne bi imeli vpliva na vsebino uporabnikov (ponudnikov vsebine - avtorjev) in vsled 
načeloma ne odgovarjajo.211 
Dandanes velik izziv predstavlja konvergenca dejavnosti.212  V Sloveniji recimo Telekom 
zagotavlja infrastrukturo spleta (skupni nosilec), spletni poštni nabiralnik (ponudnik storitev - 
distributer), novičarski spletni portal – siol.net (ponudnik vsebine - avtor) in komentiranje 
spletnega portala (zopet ponudnik storitev). Za sleherno dejavnost istega pravnega subjekta 
tako obstaja svojevrsten pravni režim. Dodatna zadrega je zameglitev mej med aktivnostmi.213 
Facebook kot distributer ima znatnejši vpliv na vsebino svojih uporabnikov (npr. News Feed) 
kot pa Trafika 3DVA na tiskano različico Slovenskih novic. Parodoksalno pa je, da navkljub 
pasivnejši vlogi, distributerji v fizičnem svetu strožje odgovarjajo kot posredniki na spletu. 
Denimo v ZDA lahko ponudnik interaktivnih računalniških storitev celo izvaja redakcijski 
nadzor, vendar je oproščen sleherne odgovornosti.214 
Primerjalnopravno so se razvili trije poglavitni sistemi razmejitve odgovornosti med 
ponudnikom vsebine (avtor) in ponudnikom storitve (internetni posrednik): odgovarja zgolj 
avtor – izključna neposredna odgovornost (npr. ZDA), odgovarja zgolj internetni posrednik – 
izključna posredna odgovornost (npr. Izrael), odgovarjata oba, pri čemer se lahko internetni 
posrednik izogne odgovornosti (EU).215 
 
                                                          
208 K. Tičar, B. Makarovič, Udeleženci spletne komunikacije. V: B. Makarovič, J. Toplišek (ur.),  Pravni vodnik 
po internetu, GV Založba (2007), str. 255. 
209 Prav tam, str. 260. 
210 Prav tam. 
211 Perry, Zarsky, op. 205, str. 163. 
212 K. Tičar, B. Makarovič, op. 209, str. 258. 
213 M. Damjan, Odgovornost ponudnikov storitev informacijske družbe in spletnih medijev za uporabniške 
vsebine, Pravosodni bilten, Let. 38, št. 1 (2017), str. 166. 
214 Gre za t. i. klavzulo dobrega Samarijana, ki bo predstavljena v nadaljevanju. 
215 R. Perry, T.Z. Zarsky, Liability for Online Anonymous Speech: Comparative and Economic Analyses, JETL, 
Vol. 5, No. 2, str. 255. 
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6. 2. ZDA (Communications Deceny Act) 
V ZDA je merodajen za presojo odgovornosti družbenih omrežjih za kaznive lažne novice 
Zakon o komunikacijskih spodobnosti (Communications Decency Act - CDA) 216 . Velja 
omeniti tudi Zakon o avtorskih pravicah za digitalno tisočletje (Digital Millenium Copyright 
Act - DMCA),217  ki pa se dotika zgolj odgovornosti za vsebino, ki posega na področje 
industrijske lastnine. 
6. 2. 1. Ozadje 
V začetku devetdesetih je bil splet docela preplavljen z neprimerno vsebino.218 Spričo tega je 
bila pravzaprav glavna skrb prvih pobudnikov zakonodajnih posegov, kako obvarovati otroke 
pred nedostojnostmi na medmrežju. 219  Dodatna spodbuda je bila odločitev newyorškega 
Vrhovnega sodišča v zadevi Stratton Oakmont v. Prodigy Services Co,220 ki je spletni strani 
Prodigy naložilo odgovornost za obrekljivo vsebino svojih uporabnikov.221 Prodigy, upravitelj 
spletne strani, je koristil programsko opremo, ki je blokirala svetoskrunske besede 
(»profanity«). Podjetje je želelo ustvariti prijazno spletno okolje, ki bi k udejstvovanju 
privabilo tudi družine. S tem, ko je filtriralo vsebino, je izvrševalo redaktorski nadzor.222 
Sodišče ga je zato opredelilo kot založnika (»publisher«) in neposredno odgovornega za 
obrekljivo vsebino uporabnikov, ki se je pojavila na oglasni deski spletne strani.223 Ta čas je 
bilo problematično, ker so strožje odgovarjali ponudniki, ki so v dobri veri izvajali nadzor, a 
ne popolnoma dosledno, kot pa ponudniki, ki ga sploh niso izvajali.224 Drugače povedano, 
takratna ureditev je spodbujale ponudnike internetnih storitev, da so popolnoma pasivni, saj 
                                                          
216 Communications Decency Act of 1996, 47. U.S.C. 230 (2012). CDA je sicer del Zakona o telekomunikacijah 
(Telecommunications Act). 
217 Digital Millennium Copyright Act of 1998,  17. U.S.C. (2012). 
218 Patricia Spiccia, Note, The Best Things in Life Are Not Free: Why Immunity Under Section 230 of the 
Communications Decency Act Should Be Earned and Not Freely Given, 48 VAL. U. L. Rew, str. 379 (2013) v 
Savino, op. 69, str. 1138. 
219 »… Barbarian pornographers are at the gate and they are using the internet to gain access to the youth of 
America.« Robert Cannon, The Legislative History of Senator Exon's Communications Deceny Act: Regulating 
Barbarians on the Information Superhighway, Federal Communication Law Journal: Vol. 49: Iss. 1, Article 3, 
str. 53.   
220 Stratton  Oakmont v. Prodigy Servs. Co., 23 Media L. Rep. 1794 (New York Supreme Court 1995). 
221 Prav tam, § 10,11. 
222 Prav tam, § 1. 
223 Prav tam, §10,11. 
224 Bridy, op. 10, str. 119. 
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so se s tem izognili sleherne odgovornosti.225 Za povrh so se pojavili očitki, da bo prestroga 
ureditev zadušila razvoj spleta.226 
Snovalci zakonodaje so bili tako na eni strani  soočeni z negativnimi učinki pretirane svobode, 
na drugi strani s strahom pred čezmernim poseganjem v svobodo govora in istočasno v 
dilemi, kako vse skupaj uravnotežiti, da se bo internet ustrezno razvijal. Oblikovali so pravni 
instrumentarij, ki skuša zasledovati na videz nezdružljive cilje. CDA je posledično zasnovan 
tako, da goji prosto izmenjavo idej, omogoča nadaljnji razvoj spleta  in še vedno  spodbuja 
prostovoljni nadzor s strani spletnih ponudnikov storitev. 227  Če se izrazim nekoliko 
protislovno, so Američani splet uredili tako, da so zapovedali znatno mero svobode. 
6. 2. 2. Poglavitna vsebina 
Osrednje sporočilo 230. razdelka CDA je, da ponudniki interaktivnih računalniških storitev ne 
odgovarjajo za vsebino tretjega. 228  Prav tako so imuni odgovornosti, čeprav jim je 
protipravnost znana in prijavljene vsebino ne odstranijo.229 Za nameček  uživajo imuniteto 
pred civilnimi zahtevki, če v dobri veri brišejo sporne objave (t. i. klavzula dobrega 
samarijana).230 Treba je še dodati, da so izvzeti iz odgovornosti tudi njihovi uporabniki pod 
pogojem, da delijo vsebino, objavljeno s strani s strani drugega uporabnika.231  Internetni 
posrednik bo torej prost odgovornosti, če ga bo sodišče štelo za interaktivnega ponudnika 
računalniških storitev in bo zgolj posredoval vsebino tretjega.232 
i. Ponudnik interaktivnih računalniških storitev (»Interactive computer service«) 
Interaktivni ponudnik računalniških storitev (ponudnik) je opredeljen kot »sleherni ponudnik 
informacijskih storitev, sistema, ali dostopa do programske opreme, ki zagotavlja ali 
                                                          
225  D. K. Citron, B. Wittes, The Internet Will Not Break: Denying Denying Bad Samaritans Section 230 
Immunity, University of Maryland, Legal Studies Research Paper, No. 2017-22, str. 4 
226 Savino, op. 69, 1140. 
227 Besedilo v angleščini: »… internet as a forum for a true diversity of … myriad avenues for intelectual activity, 
which has flourished … with a minimum government regulation.«. Barnes v. Yahoo, Lnc.,  570 F.3d 1096 (Court 
of Appeals, 9th Circuit), § 1100. 
228 47 U.S.C. § 230 (c)(1). 
229 Barret v. Rosenthal, 146 P.3d 510(Supreme Court of California 2006), § 524, Zeran v. Am. Online, Lnc., 129 
F.3d 327 (Court of Appeals, 9th Circuit 1997) § 333. 
230 47 U.S.C. § 230 (c)(2). 
231 47 U.S.C. § 230 (c)(1). 
232  Gre za tridelni test. Odgovornost bo izključena: če gre za ponudnika ali uporabnika interaktivnih 
računalniških storitev (1), sporno vsebino je zagotovila drug uporabnik (2) in gatožnik ga šteje za avtorja ali 
založnika (3).  Batzel v. Smith, 333 F.3d 1018, (Court of Appeals, 9th Circuit 2003) § 1037.  
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omogoča množici uporabnikov dostop do računalniškega strežnika…«.233 Poglavitna zahteva 
CDA je, da tovrstne ponudnike ne smemo šteti za avtorje ali izdajatelje vsebine, ki so jo na 
spletu zagotovili drugi. 234  Spočetka je bilo mišljeno, da v to kategorijo spadajo zgolj 
telekomunikacijska podjetja, ki bodisi preko kabla bodisi preko telefona zagotavljajo dostop 
do interneta, vendar so mahoma sodišča razširila določbo na kakršnokoli interaktivno spletno 
stran, med drugim tudi na spletna družbena omrežja.235 Na tem mestu se zastavlja vprašanje, 
kje je ločnica med ponudnikom storitve (»information service provider«) in ponudnikom 
vsebine (»information content provider«)? Kdaj se denimo Youtube šteje za avtorja vsebine? 
V zadevi Carafano proti Metrosplash 236  je bilo razsojeno, da ponudnik storitev uživa 
privilegij, dokler sam ne »ustvari ali razvije določene informacije«237 oz. »tako dolgo, dokler 
je vsebina objavljena po volji tretje osebe.«.238Zvezno okrožno sodišče je tako v primeru 
Fraley239 odločilo, da je Facebook ravnal tako kot ponudnik storitev in ponudnik vsebine, saj 
je aktivno prispeval k zasnovi sponzoriranih vsebin (»sponsored stories«).240 Na drugi strani 
ga je v primeru Caraccioli241, kjer mu je bilo očitano, da navkljub pregledu, ni izbrisal 
opolzke vsebine, štelo za ponudnika storitev, saj ni v kakršnemsibodi vidiku prispeval k 
vsebini objave.242 
ii. Odgovornost po obvestilu 
V zadevah Zeran in Rosenthal se je postavilo vprašanje, ali ponudnik storitev odgovarja, če 
ima zavedanje oz. je obveščen, da gre za obrekljivo vsebino (t. i. notice-based liability).243 
Odgovor sodišča je bil negativen. Treba se je samo vprašati, ali gre za ponudnika oz. 
uporabnika interaktivnih računalniških storitev.244 Če je odgovor pritrdilen, uživa privilegije, 
                                                          
233  Besedilo v angleščini: »'interactive computer service' means any information service, system, or access 
software provider that provides or enables computer access by multiple users to a computer server …«. 47 USC 
§ 230(f)(2). 
234 Bridy, op. 10, str. 14. 
235 Sodišče je v zadevi Fraley v. Facebook opredelilo, da se Facebook lahko šteje za ponudnika interaktivnega 
računalniškega omrežja. Fraley v. Facebook, Lnc., 830 F. Supp. 2d 785, (Dist. Court, ND California, 2001) § 
801-802. Glej tudi: Caraccioli proti Facebook, Lnc, 167 F. Supp. 3d 1056, (Dist. Court, ND California 2016) § 
1065. 
236 Carafano v. Metrosplash.com, Lnc, 339 F. 3d 1119 (Court of Appeal, 9th Circuit 2003). 
237 Besedilo v angleščini: »… created or developed the particular information at issue …«. Prav tam, § 1125. 
238 Besedilo v angleščini: »… so long as a third person party willingly provides the essential published content 
… «. Prav tam, § 1124. 
239 Glej: Fraley, op. 236.  
240 Prav tam, § 814- 815. 
241 Glej: Caraccioli, op. 236.  
242 Prav tam, § 1065-1066. 
243 Rosenthal, op. 230, § 517; Zeran, op. 230,  § 333. 
244 J. Timmer, Fighting Falsity: Fake News, Facebook, and the First Amendment, 35 Cardozo Arts & Ent. L.J. 
(2017), str. 691. 
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ne glede na zavest o protipravnosti.245 Morebitna odgovornost po obvestilu bi spodbudila 
internetne posrednike, da omejujejo govor in obenem odvrnila, da samoiniciativno 
nadzorujejo vsebino.246 Bolj kot bi nadzorovali, tem lažje bi jim bilo očitati, da so imeli 
zavedanje o protipravnosti.247 Kot bo pojasnjeno spodaj, odločitev, da objava ne bo izbrisana, 
pomeni izvrševanje uredniške diskrecije.248  CDA torej odklanja evropski koncept sistema 
prijave in odstranitve (»notice and take down«). 
iii. Odgovornost uporabnikov 
CDA ne varuje zgolj ponudnike, temveč tudi uporabnike, ki delijo s strani drugega 
uporabnika že objavljeno vsebino. 249  Če torej uporabnik Twitterja čivkne žaljivi »tvit« 
drugega uporabnika, je imun odgovornosti. 
iv. Klavzula dobrega samarijana 
Nadaljnji privilegij ponudnika je, da je imun pred civilnimi zahtevki, če v dobri veri odstrani 
vsebino, ki jo oceni kot »… napadalno, opolzko, pretirano nasilno ali kako drugače sporno 
…«, 250  četudi je ustavno varovana. 251  Namen določbe je, da »varuje računalniške dobre 
samarijane, spletne ponudnike storitev …, ki poskušajo svoje stranke obvarovati pred 
nespodobno in žaljivo vsebino.«252. S spremembo zakonodajalec spodbuja ponudnike storitev, 
da izvajajo uredniško funkcijo, obenem pa jih je izvzel odgovornosti urednikov 
konvencionalnih medijev. Privilegij deluje v obeh smereh:za primer pretiranega kot tudi 
nezadostnega brisanja vsebine. Namreč tudi opustitev izbrisa prijavljene protipravne vsebine 
pomeni izvrševanje uredniške diskrecije. 253  Ponudniki (lahko) izvajajo enako funkcijo na 
spletu, kot jo primarni založniki v konvencionalnih medijev, vendar je vzpostavljena 
domneva, da se jih ne šteje za avtorje oz. založnike. 
                                                          
245 Prav tam, str. 692. 
246 Prav tam, str. 694. 
247 Zeran, op. 230, § 333. 
248 Schneider proti Amazon.Com, Lnc, 31 P.3d 37 (Court of Appeals of Washington 2001) § 42.  
249 47 U.S.C. § 230(c)(1). 
250 Besedilo v angleščini: »No provider or user of an interactive computer service shall be held liable on account 
of … any action voluntarily taken in good faith to restrict access to or availability of material that the provider 
or user considers to be obscene, lewd, lascivious, filthy, excessively violent, harassing, or otherwise 
objectionable, whether or not such material is constitutionally protected;«. 47 U.S.C. § 230 (c)(2). 
251 Prav tam. 
252 Besede kongresnika Chrisa Coxa: »protecting computer Good Samaritans, online service providers, anyone 
who provides a front end to the Internet, let us say who takes steps to screen indecency and offensive material for 
their customers … from taking on liability such as occurred in the Prodigy case in New York that they should not 
face for helping us and for helping us solve this problem.«. 141 CONG. REC. H8469 (4. 8. 1995) v Denying, op. 
232, str. 4. 
253 Schneider, op. 249, § 42. 
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v. Razkritje osebnih podatkov 
Ameriška sodišča lahko v civilnih postopki zahtevajo od ponudnikov storitev, da razkrijejo 
osebne podatke anonimnega avtorja vsebine. Gre za t. i. »Joe Doe« odredbo.254 Ker je pravica 
do anonimnosti strogo varovana, bo moral tožnik izkazati, da je njegov zahtevek utemeljen na 
prvi pogled (prima facie).255 Seveda pa morajo ponudniki storitev razkrivati osebne podatke 
za namene preiskovanja in preganjanja kaznivih dejanj. 
6. 2. 3. Sklep 
Sedaj bom vsa omenjena izhodišča umestil v kontekst družbenih omrežij in lažnih novic. 
Ameriška judikatura uvršča družbena omrežja med ponudnike interaktivnih računalniških 
storitev pod pogojem, da vsebine ne ustvarjajo ali razvijajo sami. Posledično ne odgovarjajo 
za nezakonite lažne novice, ki jih objavijo ali delijo njihovo uporabniki, čeravno jim je 
nezakonitost znana in je tudi po obvestilu ne odstranijo. Lahko pa družbena omrežja kot 
pristni dobri Samarijani brišejo lažne novice, če menijo, da gre vsaj za sporno vsebino. Pri 
tem pa nimajo strahu, da bodo civilno preganjani zaradi čezmernih posegov v svobodo 
govora, saj jim zakon omogoča izvajanje uredniške funkcije brez sleherne odgovornosti. Za 
nameček so izvzeti odgovornosti tudi uporabniki, ki posredujejo že prej objavljeno lažno 
novico drugega uporabnika. Zaključim lahko, da v ZDA ne obstaja prav nikakršna 
odgovornost upravljavca družbenega omrežja za razširjanje lažnih novic. Dasiravno bi 
kongres uspel z kriminalizacijo lažnih novic, bi moral spremeniti še CDA, da bi lahko 
govorili o sleherni odgovornosti družbenih omrežij.256 Je pa res, da ima splet vso orodje, da 
zadrego reši sam (samoregulacija). Očitno je, da so internetni dobri Samarijani prej izjema kot 
pravilo in da svoboda ni v zadostni meri pripomogla k varovanju spleta pred nedostojnostmi. 
Naj še omenim, da DMCA v nasprotju s CDA uvaja sistem prijave in odstranitve (notice-and-
take-down). V ZDA je torej strožje preganjana vsebina, ki posega v pravice industrijske 





                                                          
254 Perry, Zarsky, op. 216, str. 215. 
255 Prav tam. 
256 Rosenthal, op. 230, § 529. 
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6. 3. PRAVO EU (Direktiva o elektronskem poslovanju) 
EU Direktiva 2000/31/ES  o elektronskem poslovanju257 (v nadaljevanju: Direktiva/31/ES ali 
Direktiva) predstavlja pravni temelj za presojo odgovornosti družbenih omrežij za protipravno 
vsebino svojih uporabnikov.258 V nasprotju z ameriško ureditvijo je Direktiva vzpostavila 
enoten koncept odgovornosti za  prav vse vrste vsebin na internetu, vključno s pravicami 
industrijske lastnine.259 
6. 3. 1. Poglavitna izhodišča 
Direktiva določa tri tipe ponudnikov internetnih storitev, katerim naklanja imuniteto pred 
nezakonito vsebino tretjih oseb.260 Naj uvodoma izpostavim poglavitna načela Direktive, ki 
bodo v pomoč pri podajanju konkretnih odgovorov. Prvič, izhodiščna maksima je, da 
ponudnik omenjenih storitev ne odgovarja za vsebino tretjega. Če je le mogoče, je treba 
najprej preganjati storilce protipravnih ravnanj in le izjemoma so lahko za protipravno 
vsebino tretjih odgovorni internetni posredniki. 261 Drugič, direktiva uveljavlja prepoved 
splošne obveznosti  nadzora vsebine.262 Kar pomeni, da družbeno omrežje ni dolžno hraniti, 
nadzirati ali dejavno raziskovati okoliščin, ki nakazujejo na protipravnost vsebine, ki jo 
objavijo uporabniki.263 Posamična obveznost se vzpostavi šele, ko je seznanjeno ali bi moralo 
biti seznanjeno s protipravnostjo vsebine. Gre za t. i. sistem prijave in odstranitve (»notice and 
take down«).264 Tretjič, direktiva zagotavlja imuniteto zgolj, če ponudnik storitev ne vpliva na 
vsebino svojih uporabnikov ( načelo nevtralnosti).265 
i. Prepoved splošne obveznosti nadzora nad vsebino uporabnikov 
                                                          
257 Direktiva 2000/31/ES Evropskega parlamenta in Sveta z dne 8. junija 2000 o nekaterih pravnih vidikih 
storitev informacijske družbe, zlasti elektronskega poslovanja na notranjem trgu, UL L 178, 17. 7. 2000. 
258 Makarovič, op. 209, str. 262. 
259 Prav tam, str, 261; Damjan, op. 214, str. 155. 
260 Izključni prenos (12. člen), shranjevanje v predpomnilniku (13. člen) in gostiteljstvo (14. člen). 
261 22. uvodna izjava  Direktive 2000/31/ES: »Nadzor nad storitvami informacijske družbe mora potekati pri viru 
dejavnosti, zato da se zagotovi učinkovita zaščita ciljev javnega interesa …«. 
262 Člen 15 Direktive 2000/31/ES: »Države članice ponudnikom glede opravljanja storitev … ne predpišejo 
splošne obveznosti za nadzor podatkov pri njihovem prenosu ali shranjevanju, pa tudi ne za dejavno 
raziskovanje okoliščin, na podlagi katerih se domneva, da gre za nezakonito dejavnost.«. (Poudaril G. O.)  
263 Tičar, Makarovič, op. 209, str. 263. 
264 Prav tam, 264. 
265 42. uvodna izjava  Direktive 2000/31/ES: » Izjeme v zvezi z odgovornostjo se po tej direktivi nanašajo samo 
na primere, pri katerih se dejavnost ponudnika storitve omejuje na tehnični proces upravljanja in omogočanja 
dostopa do komunikacijskega omrežja … ta dejavnost je bolj tehnična, samodejna in pasivna, torej ponudnik 
storitve informacijske družbe ne pozna niti ne more nadzorovati podatkov, ki se prenašajo ali shranjujejo;«. 
(Poudaril G. O.) 
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Načelo je treba v kontekstu družbenih omrežij razlagati tako, da upravljavec ne sme imeti 
splošne obveznosti nadzora, kaj objavijo in delijo njegovi uporabniki. To ne pomeni, da ne 
sme izbrisati posamične objave na zahtevo sodišča ali ob lastni seznanitvi s kršitvijo, marveč, 
da mu nacionalni zakonodajalec ne sme naložiti splošnega nadzora nad korespondenco 
uporabnikov. 266  Po eni strani načelo zagotavlja zasebnost uporabnikom, na drugi strani 
internetnemu posredniku z oprostitvijo obveznosti omogoča, da je zares pasiven v razmerju 
do vsebine.267 Načelo je določeno kot oblastna omejitev, ki učinkuje kot pravica ponudnika, 
saj je v njenem izvrševanju prost.268 Tako ima možnost, da v okviru pogodbenega razmerja z 
uporabnikom sklene, da bo izvajal določen nadzor in korigiral vsebino.269 Seveda pa v tem 
delu ne bo izvzet odgovornosti po Direktivi. Če povzamem, ponudniku storitev ni treba 
nadzirati vsebine, niti je sam ne sme nadzirati, če želi biti imun odgovornosti.270 Idejo je v 
praksi udejanjilo Sodišče Evropske unije (v nadaljevanju: SEU) v zadevah Scarlet 
Extended271 in Sabam proti Netlogu272. Sodni senat je obelodanil, da »… skupnostno pravo 
nasprotuje ukrepom, ki bi ponudniku gostovanja odredili vzpostavitev preventivnega sistema 
filtriranja vseh uporabniških podatkov.«273 . Splošnisistem filtriranja bi namreč posegel v 
temeljne pravice, saj bi močno omejil prost pretok informacij (svoboda izražanja) in omogočil 
invaziven nadzor nad osebnimi podatki uporabnikov spleta (pravica do zasebnosti).274  Vrh 
tega so tovrstni mehanizmi stroškovno dragi, kar bi okrnilo svobodo gospodarske pobude.275 
Velja pa opozoriti, da prepoved splošnega obveznosti nadzora ne vpliva na možnost 
nacionalnih sodišč, da s sodnimi odredbami ponudniku storitev naložijo ustavitev ali 
preprečitev protipravnih ravnanj.276 Pri tem lahko sodišča odredijo tudi preprečitev bodočih 
kršitev, a le če se nanašajo na konkreten primer.277 
                                                          
266 47. uvodna izjave Direktive 2000/31/ES: »… to se ne nanaša na nadzorne obveznosti v posebnih primerih in 
zlasti ne posega v odredbe, ki jih sprejmejo nacionalni organi skladno z nacionalno zakonodajo;«; Tičar, 
Makarovič, op. 209, str. 263; Damjan, op. 214, str. 157. 
267 Tičar, Makarovič, op. 209, str. 264. 
268 Prav tam. 
269 Prav tam. 
270 Damjan, op. 214, str. 157. 
271 Sodba SEU C-70/10 Scarlet Extended SA proti Societe belge des auters, compositeurs et editeurs SCRL 
(SABAM) z dne 24. 11. 2011. 
272  Sodba SEU v zadevi C-360/10 Belgische Verenigung van Auters, Componisten en Uitgevers CVBA 
(SABAM) proti Netlog NV z dne 16. 2. 2012. 
273 Damjan, op. 214, str 169; Ž. Dolhar, Okno za filtriranje spletnih vsebin se vztrajno pripira, Pravna praksa, št. 
9 (2012), str. 27. 
274 Damjan, op. 214, str 169. 
275 Prav tam. 
276 45. in 47. uvodna izjava Direktive 2000/31/ES. 
277  D. Bonač, Odškodninska odgovornost internetnih posrednikov, Pravna fakulteta Univerze v Ljubljani, 
diplomska naloga (2015), str. 56. 
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ii. Načelo nevtralnosti 
Nadalje je SEU v zadevi Google France proti Louis Vuitton (AdWords) 278  priobčilo, da 
izključitev odgovornosti velja samo za ponudnike storitev, katerih vloga je nevtralna. 279 
Njihova dejavnost mora biti omejena na »… povsem tehnično in samostojno obdelavo 
podatkov, ki jo sporočijo njihove stranke …«.280 Na tej točki se postavi vprašanje, ali sta 
denimo Facebook in Twitter nevtralna ponudnika storitev? Skupek novic (»newsfeed« - 
Facebook) in časovnica (»timeline« - Twitter) sta namreč algoritmično zasnovano tako, da 
bosta uporabnika čim bolj pritegnila.281 V predlaganem zbiru vsebine so zato zbrane objave, s 
katerimi uporabnik simpatizira in za katere obstaja višja verjetnost, da ga bodo tako ali 
drugače angažirale (npr. klik na hiperpovezavo, delitev objave, branje itd.).282 Ta dejavnost je 
seveda povsem finančno motivirana: bolj kot so uporabniki aktivni, več bo družbeno omrežje 
zaslužilo z oglaševanjem.283 Kot je bilo v uvodu nakazano, je problem, da so neresnične in 
podžigajoče novice mnogo bolj brane.284 Veliko lažnih novic se je zato znašlo v predlagani 
vsebini (npr. uporabnik je namesto treh, prebral sedem lažnih novic). Vse skupaj naj bi 
vplivalo tudi na vedno višjo družbeno polarizacijo, saj so uporabniki družbenih omrežij ujeti v 
svoje miselne mehurčke (t. i.»filter bouble effect«) in le utrjujejo svoja že obstoječa 
prepričanja.285 Če se vrnem na vprašanje, bi bil odgovor ameriškega sodišča najbrž ne, saj ne 
vplivata na vsebino posamezne objave. Sam bi odvrnil, da to drži, vendar pa vplivata na 
vsebino kot na celoto vseh objav, ki jih uporabnik prejme.Če bi bila zares popolnoma pasivna 
(nevtralna), bi bil skupek prebrane vsebine drugačen. Če gledamo na vsebino kot na mozaik 
vseh objav, jo Twitter in Facebook nedvoumno soustvarjata. Bi takšna argumentacija 
prepričala SEU? 
6. 3. 2. Umestitev družbenih omrežij v sistem direktive 
                                                          
278 Sodba SEU v zadevah Google France SARL in Google Lnc. proti Louis Vuitton Malletier SA (C-236/08), 
Google France SARL proti Viaticum SA in Luteciel SARL (C-237/08) in Google France SARL proti Centre 
national de recherche en relations humaines (CNRRH) SARL in drugi (C-238/08) z dne 23. 3. 2010, §113, 114. 
»Jaz pa tebi sami, draga! Želel sem dopasti, drugih nisem prašal, kaj se jih po glavi blodi.« (Manci U.), F. 
Prešeren, Poezije, Mladinska knjiga (2010). 
279 Prav tam, § 114 
280 Sodba SEU v zadevi C-324/09L’Oréal SA in drugi proti eBay International in drugim z dne 12. 7. 2011, § 
114. 
281 Will Oremus, Who Controls Your Facebook Feed, SLATE, 3. 1. 2016, 
<http://www.slate.com/articles/technology/cover_story/2016/01/how_facebook_s_news_feed_algorithm_works.
html?via=gdpr-consent> (31. 12. 2018) .  
282 Prav tam. 
283 Prav tam. 
284 Soroush Vosoughi, op. 11, str. 146. 
285 Cass R. Sunstein, #REPUBLIC: DIVIDED DEMOCRACY IN THE AGE OF SOCIAL MEDIA, PRINCETON 
UNIVERSITY PRESS, 2017, str. 15 in 16. 
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Da bo družbeno omrežje uživalo privilegije direktive, mora opravljati storitev informacijske 
družbe (1), ustrezati enemu izmed tipov ponudnikov storitev (2) in izpolnjevati pogoje za 
izključitev odgovornosti, ki jih Direktiva določa za vsak posamezen tip storitev posebej (3). 
i. Storitev informacijske družbe 
Praviloma ni sporno, da družbena omrežja izvajajo storitev informacijske družbe, saj storitev 
zagotavljajo »za plačilo, na daljavo, z elektronskimi sredstvi in na zahtevo prejemnika 
storitev.«.286 Pojavlja se zgolj pomislek, ali gre za storitev za plačilo, saj je uporaba najbolj 
priljubljenih družbenih omrežij načeloma brezplačna. Na tem mestu velja omeniti, da že samo 
besedilo287 Direktive ne narekuje, da gre nujno za odplačno storitev.288 Opredelitev namreč 
zajema razmerja, v katerih je storitev za uporabnika brezplačna, vendar je del gospodarske 
dejavnosti ponudnika.289  Takšno stališče je zavzelo tudi Sodišče Evropske unije (SEU) v 
primeru Papasavvas,290 kjer je razsodilo, da opredelitev vključuje tudi storitve, za katere je 
internetni posrednik plačan iz dohodkov od oglasov.291 Ker družbena omrežja svojo dejavnost 
aktivno tržijo, ni sporno, da izvajajo storitev informacijske družbe. 
ii. Ponudnik storitev informacijske družbe 
Nadalje je treba družbena omrežja umestiti znotraj enega izmed tipov ponudnikov storitev, saj 
za vsako vrsto storitve velja ločen režim odgovornosti. Ker v svoji infrastrukturi shranjujejo 
podatke uporabnikov tako, da so dostopni tretjim osebam oziroma javnosti, izvajajo po 
vsebini  storitev gostitelja.292 Temu pritrjujejo tako praksa nacionalnih sodišč kot SEU.293  
Slednje je denimo v zadevi Netlog izreklo,»da lastnik spletnega družbenega omrežja … 
shranjujejo informacije svojih uporabnikov …, in je zato gostitelj smislu 14. člena Direktive 
2000/31.«294.Ker je jasno, da družbena omrežja ne opravljajo storitev izključnega prenosa295 
                                                          
286 Storitev informacijske družbe opredeljuje Člen 1(2) Direktive 98/34/ES spremenjene z Direktivo 98/48/ES: 
»… katera koli storitev informacijske družbe ali katera koli storitev, ki se običajno opravi odplačno, na daljavo, 
elektronsko in na zahtevo prejemnika storitev.«. 
287 18. uvodna izjava Direktive 2000/31/ES: »… če gre za gospodarsko dejavnost, razširjajo na storitve, ki jih ne 
plačajo prejemniki …«. 
288 Damjan, op. 214, str. 156. 
289 Prav tam. 
290 Sodba SEU v zadevi C-291/13, Sotiris Papasavvas proti O Fileleftheros Dimosia Etaireia Ltd., Takisu 
Kounnafiju, Giorgiosu Sertisu z dne 11. 9. 2014. 
291 Prav tam, 30. Glej podrobneje: Damjan, op. 214, str. 156. 
292 Tučar, Makarovič, op. 209, str. 269. 
293 L. Woods, When is Facebook liable for illegal content under the E-commerce Directive? CG v. Facebook in 
the Northern Ireland Courts, EU Law Analysis, 19. 1. 2017,  dostopno na: 
<http://eulawanalysis.blogspot.com/2017/01/when-is-facebook-liable-for-illegal.html> (31. 12. 2018) . 
294 Besedilo v angleščini: »In that regard, first, it is not in dispute that the owner of an online social networking 
platform - such as Netlog - stores information provided by the users of that platform, relating to their profile, on 
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in shranjevanja v predpomnilniku296, se bom v nadaljevanju osredotočil zgolj na pravila, ki 
izvzemajo odgovornosti gostitelja.  
6. 3. 3. Izključitev odgovornosti 
i. Gostiteljstvo 
Gostitelj ponuja svoj spletni prostor, ki ga lahko načeloma brezkrajno, kot svojo lastno 
infrastrukturo, izkoriščajo njegovi gostje.297 Razmerje sloni na najemni pogodbi, pri tem pa 
gost kot najemnik najeme prostor v gostiteljevem strežniku.298 Uporabnik družbenega omrežja 
sklene takšno pogodbo s pristankom na splošne pogoje poslovanja. To se praviloma v 
resničnosti pripeti, ko ustvarja svoj spletni profil. Osrednje vprašanje je, če sploh in pod 
katerimi pogoji mora gostitelj za podatke svojih gostov tudi odgovarjati.299 Direktiva določa, 
da gostitelj ne odgovarja pod pogojem, da: 
i) ne ve za nezakonito vsebino in mu glede odškodninskih zahtevkov niso znana dejstva ali 
okoliščine, iz katerih je očitno, da gre za nezakonito vsebino, ali 
ii) takoj, ko za to izve ali se tega zave, nemudoma ukrepa in odstrani ali onemogoči dostop do 
vsebine,300 
iii) je v razmerju do vsebine nevtralen (splošna zapoved k nevtralnosti). 
Besedilo je mogoče razlagati tako, da direktiva dopušča, da gostitelj kazensko odgovarja, če 
se zares zaveda, da gosti protipravno vsebino.301 V primeru, da ga je mogoče grajati, da bi bil 
moral imeti zavest, mu lahko naložimo zgolj civilno odgovornost.302 Bo pa oproščen sleherne 
odgovornosti, če protipravno vsebino odstrani ali onemogoči, takoj ko se zave ali je obveščen 
o njeni protipravnosti (t. i. sistem prijave in odstranitve protipravne vsebine – »notice-and-
take-down«). Kot vidimo,ne gre za odgovornost za ravnanje drugega, temveč odgovornost za 
                                                                                                                                                                                     
its servers, and that it is thus a hosting service provider within the meaning of Article 14 of Directive 2000/31.«. 
(Poudaril G. O.), SEU Netlog, op. 273, § 27. 
295 Člen 12 Direktive 2000/31/ES: » če se storitev informacijske družbe nanaša na prenos podatkov, ki jih 
zagotovi prejemnik storitve, v komunikacijskem omrežju ali na zagotovitev dostopa do komunikacijskega omrežja 
…«. (Poudaril G. O.) 
296 Člen 13 Direktive 2000/31/ES: » ponudnik storitve,če se storitev informacijske družbe nanaša na prenos 
podatkov v komunikacijskem omrežju, ki jih zagotovi prejemnik storitve, ni odgovoren za samodejno, vmesno in 
začasno shranjevanje teh podatkov, ki je namenjeno zgolj učinkovitejšemu posredovanju podatka drugim 
prejemnikom storitve na njihovo zahtevo …«. (Poudaril G. O.) 
297 Makarovič, op. 209, str. 269. 
298 Prav tam. 
299 Prav tam. 
300 Prav tam. 
301 Damjan, op. 214, str. 160. 
302 Prav tam. 
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lastno ravnanje. 303  Gostiteljevo neupoštevanje določb Direktive je samostojen temelj 
odgovornosti.304 
Poglavitna obveznost družbenega omrežja bo torej, da vsebino uporabnika odstrani, ko mu je 
znana njena protipravnost. Na tej točki velja še nekoliko natančneje obrazložiti, kdaj lahko 
štejemo, da je družbeno omrežje seznanjeno in kako hitro po seznanitvi mora odstraniti 
sporno vsebino. 
ii. Seznanitev 
Direktiva tega natančneje ne ureja, a dopušča, da države članice od ponudnikov storitev 
zahtevajo, »… da postopajo s skrbnostjo, ki jo je od njih  … razumljivo pričakovati …, da 
odkrijejo in preprečijo nekatere oblike nezakonitih dejavnosti.«.305 Praksa nacionalnih sodišč 
ponuja tri različne rešitve, in sicer: internetnega posrednika se šteje za seznanjenega zgolj na 
podlagi odredbe sodišča (1), na podlagi takšnega ali drugačnega obvestila (2) ali pa brez 
obvestila (3), kadar ima splošno zavest o nezakonitih vsebinah, ki se nahajajo znotraj njegove 
infrastrukture.306  Najbolj je zastopano gledišče, ki predvideva, da je obveznost ukrepanja 
podana v trenutku, ko je ponudnik storitev o domnevnih kršitvah obveščen, in ne šele potem, 
ko mu je protipravnost znana s sodbo ali sodno odredbo.307 Takšnega mnenja so denimo tudi 
slovenska sodišča. 308  Seveda, če ponudniku storitev ni mogoče očitati, da bi kot skrben 
gospodarski subjekt za takšna dejstva in okoliščine moral vedeti že prej.309 
iii. Nemudoma 
Direktiva ne opredeljuje, kaj pomeni »nemudoma«, zato se zastavi vprašanje, ali mora 
ponudnik storitev sporno vsebino odstraniti takoj ali ima na voljo še primeren čas, da sam 
preveri dejstva ali celo pridobi zunanje mnenje (npr. od neodvisnega pregledovalca 
                                                          
303 Damjan, op. 214, str. 163 
304 Prav tam. 
305 48. uvodna izjava Direktive 2000/31/ES. 
306 D. Bonač, op. 278, str. 40. 
307 Prav tam, 41. 
308»… dolžan takoj, ko izve za protipravnost zapisa, tega odstraniti, in ne šele po tem, ko mu je protipravnost 
znana z začasno odredbo ali sodbo …«. Sodba Višjega  sodišča v Ljubljani, št. I Cp 252/2014 z dne 19. 3. 2014; 
»… vendar pa jo je ta o navedenem obvestila z dopisom dne 26. 6. 2008. Od tedaj dalje je bila drugotoženka 
zavezana odstraniti sporni blog …«. Sodba Višjega sodišča v  Ljubljani, št. I Cp 3037/2011 z dne 9. 5. 2012; »… 
dolžnost ukrepanja v danem primeru podana šele takrat, ko je družba IGA d.o.o. prvo toženca opozorila na 
konkretno rešitev, …«. Sklep Višjega sodišča v Ljubljani, sklep I Cpg 862/2013 z dne 9. 10. 2013. Glej 
podrobneje o zavedanju nezakonitosti, Bonač, op. 276, str. 41, ki je zbral omenjene sodbe. 
309 SEU L’Oréal, op. 290, § 120, Damjan, op. 214, str. 167. 
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dejstev).310 Če gre za poseg v osebnostne pravice, je hitro ukrepanje poglavitno za učinkovito 
varstvo.311 Na drugi strani so lahko prekratki roki podlaga za napačno odločanja, obenem pa 
predstavljajo nevarnost, da bi ponudniki storitev v dvomu vsebino raje brisali 
vsebino(»chilling effect«). 312  Denimo Facebook, Youtube, Twitter in Microsoft so se 
prostovoljno zavezali Komisiji EU, da bodo sovražni govor odstranili v 24 urah po 
obvestilu. 313  Nedavni predlog uredbe, ki bojuje širjenje teroristične vsebine na spletu, 
narekuje celo enourni rok za izbris tovrstne vsebine.314 Direktivo je torej mogoče razlagati 
tako, da je treba presoditi glede na okoliščine posameznega primera, koliko časa je razumno 
potrebno za ukrepanje. 315 Damjan predlaga, da bi bilo najprimerneje zahtevati, »… da 
ponudnik storitev, ko dobi zahtevo za odstranitev, ravna z dolžno skrbnostjo in stori vse, kar 
je razumno potrebno za čimprejšnjo preprečitev nadaljnjega razširjanja sporne vsebine.«.316 
iv. Dolžnost razkritja podatkov 
Ponudniki internetnih storitev morajo za namene preganjanja in preiskovanja kaznivih dejanj 
razkriti osebne podatke svojih uporabnikov. 317  Besedilo Direktive ne določa, kako je z 
razkritjem podatkov za potrebe civilnega postopka. SEU je določilo, da pravo EU ne 
izključuje te možnosti.318 Države članice lahko torej prosto  odločijo, ali bodo to naložile 
internetnim posrednikom.319 
6. 3. 4. Sklep 
SEU  je v zadevi Netlog družbena omrežja umestilo med ponudnike storitev gostiteljstva. 
Status gostitelja jim bo dodeljen, če s svojim udejstvovanjem ne bodo sooblikovali vsebino 
                                                          
310  Matija Damjan, Odškodninska odgovornost internetnih posrednikov. V: M. Damjan (ur.), Pravo v 
Informacijski družbi, GV Založba (2014), str. 23. 
311 Prav tam. 
312 Schulz, Wolfgang, Regulating Intermediaries to Protect Privacy Online – The Case of the German NetzDG 
(July 19, 2018). Marion Albers and Ingo Sarlet (editors), Personality and Data Protection Rights on the Internet, 
Forthcoming, str. 8, dostopno na: <https://ssrn.com/abstract=3216572> (31. 12. 2018). 
313  European Commission, Code of Conduct of Illegal Hate Speech, 31. 5. 2016, dostopno na:  
<https://ec.europa.eu/newsroom/just/item-detail.cfm?item_id=54300> (31. 12. 2018).  
314 European Commission, Proposal for a Regulation on preventing the dissemination of terrorist content online, 
12. 9. 2018, 33. recital, <https://ec.europa.eu/commission/sites/beta-political/files/soteu2018-preventing-
terrorist-content-online-regulation-640_en.pdf> (31. 12. 2018).  
315 Damjan, op. 311, str. 23, Makarovič, op. 209, str. 271. 
316 Damjan, op. 311, str. 23. 
317 26. uvodna izjava Direktive 2000/31/ES.  
318 Sodba SEU v zadeviPoductores de Musica de Espana (Promusicae) proti Telefonica de Espana SAU, št. C-
275/06 z dne 29. 1. 2008, § 54-55. 
319 Prav tam. 
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svojih uporabnikov (načelo nevtralnosti).320 Za že kaznive lažne novice (protipravno vsebino) 
odgovarjajo, če jim nezakonitost znana ali je mogoče očitati, da bi jim morala biti znana. 
Njihova osrednja obveznost je, da zagotovijo učinkovit sistem prijave in odstranitve 
protipravne vsebine (»notice-and-take-down«). Kršitev obvez se lahko odraža bodisi v 
kazenski bodisi v civilni odgovornosti. Za razliko od ameriškega prava, jim bo pravo EU 
odreklo privilegij, če bodo izvajali splošen nadzor nad vsebino (uredniško redakcijo). Prav 
tako niso imuni na civilne zahtevke, če v dobri veri izbrišejo zakonito vsebino. Pravo EU prav 
tako dopušča, da domače sodišče zahteva razkritje podatkov uporabnikov tako za namene 

















                                                          
320Oziroma bo njihova dejavnost omejena na aktivnosti, ki so tehnične, samodejne in pasivne. 
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6. 4. EKČP 
6. 4. 1. Poglavitna izhodišča 
V pričujočem razdelku bom predstavil prakso ESČP, ki je merodajna za presojo odgovornosti 
družbenih omrežij za vsebino tretjih. Sodišče je za zdaj odločilo zgolj v treh primerih,321 ki so 
se tikali presoje odgovornosti internetnih posrednikov za anonimne komentarje svojih 
uporabnikov. Spočetka velja omeniti, da omenjeni primeri, vsaj na prvi pogled (»prima 
facie«), kar se tiče družbenih omrežij, ne bodo imeli velikega precedenčnega pomena.322 
Zadevajo namreč spletne novičarske portale in njihovo odgovornost za anonimne spletne 
komentarje. Portali za razliko od družbenih omrežij uživajo status medijev, za katere, kot 
zgoraj omenjeno, velja svojstvena odgovornost. Za nameček je strasbourški senat nedvoumno 
priobčil, da se razlogovanje ne dotika družbenih omrežij in drugih platform, ki ne zagotavljajo 
lastne vsebine. 323  Navzlic temu je treba izpostaviti, da novičarski portali v dejavnosti 
spletnega komentiranja niso obravnavani kot mediji, temveč kot gostitelji v smislu Direktive 
2000/31/ES, saj ne obstoji uredniški nadzor nad vsebino.324 Vsaj z vidika Direktive gre torej 
za identično pravno razmerje kot v primeru družbenih omrežij, zato je smiselno mutatis 
mutandis določene zaključke vendarle izpeljati. Uvodoma še dodam, da besedilo Konvencije 
ne določa odgovornosti internetnih posrednikov, zato je prepuščeno državam članicam prosto 
polje presoje, kakšen režim odgovornosti bodo ubrale.325 Prav tako še ESČP ni odločalo, ali 
ima država pozitivno obveznost, da zasnuje takšen sistem. 326  Kot nakazano, 327  je za 
obravnavano jurisprudenco značilen koncept tehtanja med pravicami, v morebitnem primeru 
bo ESČP najverjetneje tehtalo med svobodo izražanja in pravico do zasebnosti.328 
6. 4. 2. Primeri 
i. Delfi AS proti Estoniji 
                                                          
321 Sodba ESČP v zadevi Delfi AS proti Estoniji, št. 64569/09 z dne 16. 6. 2015; Sodba ESČP v zadevi Magyar 
T.E. in Index.hu ZRT proti Madžarski, št.  22947/13 z dne 2. 2. 2016; Sodba ESČP v zadevi Rolf Anders Daniel 
Pihl proti Švedski, št. 74742/14 z dne 7. 2. 2017. 
322 R. Spano, Intermediary Liability for Online User Comments under the European Convention on Human 
Rights, Human Rights Law Review (2017), Oxford University Press, str. 12. 
323 Delfi, op. 322, § 116. 
324 L. Brunner, The Watchdog Becomes Monitor: Intermediary Liability after Delfi v. Estonia, Human Rights 
Law Review, Oxford University Press, str.168. 
325 ESČP Magyar, op. 322, § 90 
326 Spano, op. 323, str. 1. 
327 Glej razdelek Lažne novice in EKČP. 
328 » … vzpostavljeno mora biti pravično ravnovesje med kolidirajočimi interesi posameznika in družbe kot 
celote.«. Sodba ESČP v zadevi Von Hannover proti Nemčiji, št. 59320/00 z dne 24. 6. 2004,  § 57 
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ESČP je najvažnejša izhodišča predočilo v zadevi Delfi AS proti Estoniji.329 Dejansko stanje 
se je nanašalo na enega izmed največjih estonskih spletnih novičarskih portalov, ki je objavil 
vest o spremenjenih voznih redih trajektne družbe, ki so povzročili zamude na cenejših in bolj 
priljubljenih destinacijah.330 Pod novico se je sprožil val žaljivih in sovražnih komentarjev, 
namenjenim lastniku in upravitelju družbe, ki so bili umaknjeni po šestih tednih, dan po 
prejeti zahtevi odvetnikov trajektne družbe. 331  Nacionalna sodišča so odgovornost za 
komentarje naložila spletnemu portalu, kar je ESČP potrdilo. Sodba je vzbudila veliko 
pozornosti, saj je bila spletnemu novičarskemu portalu naložena odgovornost za komentarje 
tretjih oseb, čeprav ni imel dejanskega vedenja o protipravnosti vsebine in jo je izbrisal 
nemudoma, ko je bilo to zahtevano. Že na prvi pogled je očitno, da je ESČP zavzelo strožjo 
obliko odgovornosti kot Direktiva 2000/31ES, saj je sodbo mogoče razlagati tako, da za 
očitno protipravne vsebine sistem prijave in odstranitve ni dovolj  učinkovit ukrep in obstoji 
splošna obveznost nadzora nad tovrstno vsebino.332 Sodišče je namreč očitalo pritožniku, da 
bi moral hitreje odstraniti komentarje, četudi o tem ni bil obveščen. 
Kot merodajne okoliščine presoje je izpostavilo naslednje: vsebina in kontekst komentarjev 
(1), odgovornost resničnih avtorjev (2), ukrepe, ki jih je portal sprejel, da bi preprečil oz. 
odstranil protipravno vsebino (3) in posledice za novičarski portal (4).333 
Kar se tiče konteksta komentarjev je senat izpostavil, da primer zadeva poklicni 
(profesionalni) spletni novičarski portal, ki za  namene dobička zagotavlja spletno 
komentiranje.334 Po vsebini so bili komentarji očitno protipravni, šlo je namreč za sovražni 
govor in javno spodbujanje sovraštva.335 Sodišče je štelo kot pomembno, da je uporabnik 
izgubil nadzor nad vsebino v trenutku objave, saj zatem ni mogel niti izbrisati niti spremeniti 
komentarjev.336 Ravno slednje je pripomoglo, da Delfi ni zadostil kriteriju nevtralnosti, saj je 
imel dobršno kontrolo nad vsebino komentarjev.337 (sodišče ga ni štelo za posrednika, temveč 
za založnika) Povrhu tega je omogočil registracijo brez identifikacije, kar je otežilo 
                                                          
329 Glej: ESČP Delfi AS, op. 322.  
330 Prav tam, § 12, 16. 
331 Prav tam, § 16, 17. 
332 Brunner, op. 325, str. 169. 
333 Besedilo v angleščini: »… the contex of the comments, the measures applied by the company in order to 
prevent or remove defamotory comments, the liability of the actual authors of the comments as an alternative to 
the intermediary's liability, and the consequences of the domestic proceedings …«. ESČP Delfi AS,  op. §142-
143; ESČP Magyar, op.  ,§ 69; ESČP Pihl, op. , § 28. 
334 ESČP Delfi AS, op. 322, § 115, 144. 
335 Prav tam, § 140. 
336 Prav tam, § 145. 
337 Prav tam, §145 
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preganjanje resničnih avtorjev.338 Sodišče je sicer vzelo v obzir, da se je portal posluževal 
mnogovrstnih ukrepov 339  glede preprečitve objave in brisanja neprimernih vsebin, med 
drugim tudi mehanizma prijave in odstranitve, vendar so bili vsi po vrsti neučinkoviti, saj so 
bili očitno protipravni komentarji dostopni kar šest tednov.340 Merodajno je tudi, da so bile 
posledice za portal neznatne, saj je bil kaznovan zgolj s 320 evri kazni.341 Navsezadnje je 
sodišče priobčilo še najpomembnejše:  
» …kadar komentarji tretjih oseb predstavljajo sovražni govor ali neposredno grožnjo zoper 
telesno integriteto posameznika, lahko upravičijo pravice in interesi drugih ter družbe kot 
celote, da pogodbena stranka naloži spletnemu novičarskemu portalu odgovornost, če mu 
brez zamude ni uspelo odstraniti očitno protipravnih komentarjev, četudi o tem ni bil 
obveščen s strani žrtve ali tretjih.«.342 (Poudaril G. O.) 
ii. Magyar T.E. in Index.hu ZRT  proti Madžarski343 
ESČP je ponovil in še nekoliko izpopolnil izhodišča v zadevi Magyar proti Madžarski. Primer 
se je dotikal spletnih medijev MTE in Index, ki sta objavila oster prispevek o nepoštenih 
poslovnih praksah nepremičninske agencije, pod katerega se je vsul val žaljivih in prostaških 
komentarjev.344 Domače sodišče je razsodilo, da komentarji ne uživajo svobode izražanja in 
odgovornost naprtilo omenjenima portaloma, saj sta omogočila komentiranje. 345 ESČP 
utemeljitvi ni sledilo in tokrat odločilo, da je Madžarska nesorazmerno posegla v svobodo 
izražanja.346 
Glede vsebine komentarjev je senat izpostavil, da vsebujejo resda žaljivo in prostaško 
sporočilo, vendar ne gre za očitno protipravno vsebino,347 ki se še za nameček dotika zadev 
javnega pomena.348 Ob tem je šlo za mnenja bralcev in ne obrekljive faktične navedbe.349 
                                                          
338 Prav tam, § 150. 
339  Izjava o omejitvi odgovornosti podjetja za komentarje (»disclaimer«), avtomatičen sistem filtriranje 
določenih protipravnih vsebin in sistem prijave in odstranitve. Prav tam, § 155. 
340 Prav tam, § 156.  
341 Prav tam, § 160. 
342 Besedilo v angleščini: » … in cases where third-party user comments take form of hate speech and direct 
threats to the physical integrity of individuals, the rights and interests of others and the society as whole might 
entitle Contracting states to impose liability on Internet news portals if they failed to take measures to remove 
clearly unlawful comments without delay, even without notice from the alleged victim or from third parties.«. 
Delfi AS, op. 320, § 159. 
343 Glej: ESČP Magyar, op. 322. 
344 Prav tam, §11-12. 
345 Prav tam, § 22. 
346 Prav tam, § 91. 
347 Prav tam. 
348 Prav tam, § 72. 
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Hkrati je bilo dejstvo, da je MTE neprofitna spletna domena, izpostavljeno kot pomembna 
kontekstna okoliščina. 350  Nadalje je Sodišče očitalo toženki, da ni tehtala odgovornosti 
resničnih avtorjev,351 še zlasti pa, da ni vzela v zakup ukrepov, ki sta jih portala zavzela za 
preprečitev in odstranitev nezakonite vsebine.352 V zvezi s posledicami je opozorilo, da je bil 
na kocki gospodarski ugled zasebnega podjetja, ki ne dosega istih moralnih širin kot pravica 
do ugleda posameznika. 353  Po drugi strani bi odgovornost pritožnikov lahko negativno 
vplivala na okolje spletnega komentiranja.354 V zaključku je senat naglasil, da je lahko sistem 
prijave in odstranitve v veliko primerih primerno orodje za tehtanje pravic in interesov.355 
iii. Pihl proti Švedski356 
Septembra 2011 je bil na spletni strani neprofitne organizacije objavljen blog, ki je obdolžil 
Andreasa Daniela Pihla, da je član nacionalsocialistične stranke.357 Pod objavo se je naslednji 
dan pojavil komentar, da »tale Pihl je prav tako pravi hašišar, mi je že več ljudi 
povedalo.« 358 . Spletna stran je na zahtevo oškodovanca vsebino nemudoma 359  umaknila, 
zraven dodala sporočilo, da je bil prispevek neresničen in da se pritožniku javno opravičuje.360 
Ker je bila objava še vedno vidna preko spletnih brskalnikov, je pritožnik vložil tožbo zoper 
organizacijo zaradi obrekovanja. Domače sodišče je odločilo, da spletna stran uživa 
imuniteto.361 Spričo tega se je Pihl pritožil na ESČP, saj mu domača zakonodaja onemogoča, 
da bi spletni portal odgovarjal za obrekljivo vsebino, kar je v nasprotju z 8. členom 
Konvencije.362 
ESČP je ponovil osrednje štiri kriterije, obelodanjene v Delfi in Magyar.363 Glede konteksta je 
izpostavil, da je spletni portal v lasti majhne, neprofitne organizacije.364  Komentar ni bil 
                                                                                                                                                                                     
349 Prav tam, § 75. 
350 Prav tam, § 73. 
351 Prav tam, § 78. 
352 Prav tam, § 83. 
353 Poleg tega je bil ugled podjetja že prej onečeden, zato komentarji po mnenju sodišča niso imeli dodatnega 
negativnega učinka na morebitne stranke nepremičninske agencije. Prav tam, §85. 
354 Prav tam, § 86. 
355 Prav tam, § 91. 
356 Glej: ESČP Pihl, op. 322. 
357 Prav tam, § 3.  
358 Besedilo v angleščini: »… that guy pihl is also a real hash-junkie according to several people I have spoken 
to.«. Prav tam, § 4. 
359 Objavila je bila sicer prej dostopna 9 dni, a ob prijavi nemudoma odstranjena. 
360 ESČP Pihl, op.322, § 6. 
361 Prav tam. 
362 Prav tam, § 16. 
363 Prav tam, § 28. 
364 Prav tam, § 31. 
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očitno protipravna in njegovo sporočilo se ni dotikala pritožnikovih političnih.365 Poleg tega  
se po vsebini ni nanašal na poprej objavljeni blog, zato upravitelju ni mogoče očitati, da bi bil 
moral pričakovati možnost takšnih komentarjev.366Za nameček je sodišče upoštevalo, da je 
upravitelj nemudoma po obvestilu odstranil komentarje in že prej priložil izjavo o omejitvi 
odgovornosti (»disclaimer«). 367  Nenazadnje pa pritožniku pravo EU omogoča pravno 
sredstvo, da od spletnega brskalnika zahteva izbris iskalnih zadetkov (pravica do pozabe), 
česar se še ni poslužil.368 
6. 4. 3. Sklep 
Predočeno bom razlagal tako, da bom nakazal, kaj pravo EKČP narekuje družbenim 
omrežjem v zvezi z že kaznivimi lažnimi novicami. Izhodišče je, da je najbolj primerna oblika 
neposredna odgovornost avtorja lažne novice. 369  V morebitnem primeru bo ESČP 
najverjetneje preverilo, ali so si nacionalni organi prizadevali, da bi odgovarjal uporabnik 
družbenega omrežja. V primerjavi z obravnavanimi primeri, je najvažnejša razlika, da so na 
spletnih novičarskih portalih komentarji tretjih načeloma odziv na poprej objavljeno vsebino. 
Posledično je mogoče pričakovati od upraviteljev portalov, da predvidijo val neprimernih 
komentarjev. ESČP jim je zato naložilo, da v posameznih primerih, kjer je utemeljeno 
pričakovati, da bo novica spodbudila očitno protipravno komentiranje, imajo za tovrstno 
vsebino nekakšno splošno obveznost nadzora (nadzor brez obvestila). Ker družbena omrežja 
sama vsebine ne zagotavljajo, jim ni mogoče naložiti, da bi morala samoiniciativno brisati 
lažne novice. Kot nakažejo besede370 Sodišča, bo v večini primerov najprimernejši sistem 
prijave in odstranitve protipravne novice. Torej tako kot po pravu EU, je mogoče govoriti o 
odgovornosti družbenega omrežja, če po obvestilu lažne novice ne izbriše. Bo pa ESČP pri 
morebitnem posegu v svobodo izražanja ali pa denimo pravico do zasebnega in družinskega 
življenja presojala vse okoliščine primera, najverjetneje pa: ali gre za protipravno ali očitno 
protipravno lažno novico371; ali gre za profitno ali neprofitno družbeno omrežje; odgovornost 
resničnega avtorja; ukrepe, ki jih je družbeno omrežje uporabilo, da bi preprečilo širjenje 
lažnih novic; kako hitro je odstranilo ali onemogočilo dostop do vsebine; kazen itd.   
                                                          
365 Prav tam, § 25. 
366 Prav tam, § 30. 
367 Prav tam, § 32. 
368 Prav tam, § 33. 
369 Sodba ESČP v zadevi K.U. proti Finski, št. 2872/02 z dne 2. 12. 2008, § 47, 49. Glej tudi: Spano, op. 323, str. 
13. 
370 »… sistem prijave in odstranitve lahko v veliko primerov učinkuje kot primerno sredstvo za tehtanje pravic in 
interesov vseh vključenih …«. Magyar, op. 322, §  91. Delfi AS, op. 322, § 159. 
371 Brunner, op. 325, str. 173; Spano, op. 323, str. 13. 
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6. 5. NEMČIJA (NetzDG) 
6. 5. 1. Ozadje 
Nemčija je poleti 2017 sprejela Zakon za boljše izvrševanje prava na spletnih  družbenih 
omrežjih (Das Netzwerkdurchsetzungsgesetz - NetzDG372). Gre za prvi zakonodajni ukrep v 
Evropi, ki je prav družbenim omrežjem naložil posebno odgovornost za sovražna hudodelstva 
in lažne novice.373 V grobem predpis določa, da mora družbeno omrežje očitno protipravno 
vsebino izbrisati v 24 urah, sicer protipravno pa v 7 dneh. V primeru sistemskih kršitev, 
družbenim omrežjem grozi tudi do 50 milijonov evrov denarne kazni. Izhodiščna zamisel 
predlagatelja je, da naj splet dopušča zločinom ravno toliko prostora kot ulica.374 To nazorno 
poosebljajo besede tedanjega nemškega ministra za pravičnost in zaščito potrošnikov Heika 
Maasa: 
»Vsak novinar, ki piše prispevek, vsak založnik, ki izdaja knjige, vsak človek, ki stoji na leseni  
gajbi na trgu in ima govor, se mora držati naših zakonov … Ne vidim nobenega razloga, da to 
ne bi smelo veljati za velike spletne koncerne. Nihče ni nad zakonom, niti Facebook.«375. 
NetzDG zasleduje predvsem  preganjanje sovražnih kaznivih dejanj, saj se je njihovo število 
na spletu povečalo za kar 300%.376 Za nameček so zaradi izkušenj v ameriški predsedniški 
kampanji v osrčju pozornosti tudi t. i. kaznive lažne novice (»die strafbaren 
Flaschnachrichten«).377 Že leta 2015 so se družbena omrežja prostovoljno zavezala, da bodo 
zagotovila uporabnikom prijazen sistem prijave protipravne vsebine in jo v 24 urah izbrisala, 
če bo neskladna z nemškim pravnim redom. 378  Ker prostovoljne zaveze niso podale 
zadovoljivih rezultatov,379 je bila po mnenju vlade uvedba denarnih kazni neizbežna.380 
                                                          
372 Polno ime: Das Gesetz zur Verbesserung der Rechtsdurchsetzung in sozialen Netzwerken. Glej NetzDG, op. 
12. 
373  Deutscher Bundestag, 18. Wahlperiode: GesetzentwurfderBundesregierung  
EntwurfeinesGesetzeszurVerbesserungderRechtsdurchsetzung in socialen Netzwerken 
(Netzwerkdurchsetzungsgesetz - NetzDG), Drucksache 18/12727 (v nadaljevanju: Entwurf), 14. 6. 2017, str. 1 in 
19, dostopno na:<http://dipbt.bundestag.de/doc/btd/18/127/1812727.pdf> (31. 12. 2018). 
374 G. Oprčkal, Nemški boj zoper sovražni govor in lažne novice na socialnih omrežjih, Pravna praksa, št. 44 
(2017), str. 16.  
375  2. und 3. Beratung des Entwurfs eines Gesetzes zur Verbesserung der Rechtsdurchsetzung in sozialen 
Netzweken in Deutschen Bundestag, dostopno na: 
<https://www.bmjv.de/SharedDocs/Reden/DE/2017/06302017_BT_NetzDG.html> (31. 12. 2018). 
376 Podatek je izpostavil Heiko Mass v omenjenem govoru in velja za Nemčijo v letih 2015 in 2016. Maas se je 
skliceval na nemški Zvezni urad za kriminaliteto (»Das Bundeskriminalamt«). Prav tam. 
377 Entwurf, op. 374, str. 1. 
378 Prav tam. 
379 Youtube je recimo odstranil 90% prijavljene vsebine, Facebook 39%, Twitter pa zgolj 1%. Prav tam. 
380 Prav tam. 
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6. 5. 2. Poglavitna vsebina 
i. Opredelitev družbenih omrežij 
Družbena omrežja so opredeljena kot »… ponudniki telekomunikacijskih storitev, ki za 
namene doseganja dobička upravljajo spletne platforme, ki so zasnovane tako, da omogočajo 
svojim uporabnikom, da delijo kakršnokoli vsebino z ostalimi uporabniki ali jo dajo na voljo 
javnosti.«381. Pri tem pa je pogoj, da ima družbeno omrežje v Nemčiji vsaj dva milijona 
uporabnikov. 382  Navezovalna okoliščina je število uporabnikov, in ne sedež ponudnika 
storitev, kar pomeni, da NetzDG zavezuje tudi družbeno omrežje, ki ima zadostno število 
uporabnikov v Nemčiji in sedež v drugi državi članici EU ali tretji državi.383 
ii. Protipravna vsebina in lažne novice 
NetzDG kot protipravno vsebino opredeljuje katalog 21 kaznivih dejanj iz nemškega 
kazenskega zakonika.384 Gre za delikte, ki po svoji materiji predstavljajo utelešenje sovraštva 
in neresnic.385 Navzlic temu da je boj proti lažnim novicam prednostna naloga386, jih zakon ne 
opredeljuje niti ne omenja.  Iz obrazložitve izhaja, da se zakon dotika lažnih novic pod 
pogojem, da izpolnjujejo zakonske znake enega ali več naštetih kaznivih dejanj.387 
iii. Obveznosti družbenih omrežij 
Učinkovit sistem prijave in odstranitve protipravne vsebine (1) 
Družbeno omrežje je zavezano, da zasnuje učinkovit in transparenten sistem prijave in 
odstranitve protipravne vsebine (»notice and take down«). Pri tem nemški zakonodajalec za 
razliko od drugih držav članic EU konkretizira časovno komponento tovrstnega sistema. 
Upravljavec družbenega omrežja ima na voljo 24 ur po prijavi, da izbriše ali onemogoči 
dostop do očitno protipravne vsebine (»offensichtlich rechtswidrige Inhalt«). 388  Gre za 
objave, ki so protipravne na prvi pogled (»prima facie«) in njihova presoja ne potrebuje 
                                                          
381  Besedilo v nemščini:  » … Telemediendiensteanbieter, die mit Gewinnerzielungsabsicht Plattformen im 
Internet betreiben, die es Nutzern ermöglichen, beliebige Inhalte mit anderen Nutzern auszutauschen, zu teilen 
oder der Öffentlichkeit zugänglich zu machen (soziale Netzweke).«.§ 1 (1) NetzDG. Prevod po: Oprčkal, op. 375, 
str. 17. 
382 § 1 (2) NetzDG. 
383 Oprčkal, op. 375, str. 17. 
384  Vsebovano so med drugim naslednja kazniva dejanja: zanikanje holokavsta, obrekovanje, žaljenje, 
ustrahovanje, hujskanje ljudstva, izdelava in posedovanje otroške pornografije itd. Glej podrobneje: § 1 (3) 
NetzDG. 
385 Entwurf, op. 374, str. 19. 
386  Besedilo v nemščini: »… die Bekämfung von strafbaren Falschnarichten (»Fake News«) in socialen 
Netwerken hohe Priorität gewonnen.«. Entwurf, op. , str. 1. 
387 Entwurf, op. 374, str. 19. 
388 § 3 (2) NetzDG. 
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posebne dodatne obravnave.389 Za vsebino, ki ni očitno protipravna, ima na voljo 7 dni.390 
Rok se lahko še podaljša pod pogojem, da družbeno omrežje odločitev o protipravnosti 
prepusti priznani neodvisni instituciji in njeno odločitev upošteva.391 
Poročanje (2) 
Družbeno omrežje, ki letno prejme več kot 100 prijav, mora dvakrat letno poročati o 
postopkih obravnave prijav.392 S tem dobi regulator vpogled, koliko prijavljene vsebine je 
zares izbrisane, ter kolikšen čas je bil zato potreben. Seveda pa so s poročanjem zaščiteni tudi 
uporabniki pred čezmernim brisanjem upravičene vsebine. 
Imenovanje pristojne osebe (3) 
Velik problem je, da družbena omrežja nimajo ustreznega osebja, s katerimi bi lahko državni 
organi sodelovali v civilnih, kazenskih in upravnih postopkih.393 Facebook recimo v Burmi 
(Mjanmar) nima zaposlene niti ene osebe, čeprav ima več kot 18 milijonov uporabnikov.394 
Vrh tega je šele tri leta nazaj najel prvi dve osebi, ki govorita burmanščino in pomagata pri 
brisanju protipravne vsebine. 395  Podjetju je očitano, da je imelo pomembno vlogo pri 
spodbujanja sovraštva in širjenju neresničnih informacij, ki so vodile v izgon 700.000 
Rohincev.396 NetzDG tako določa, da morajo družbena omrežja, ne glede na to, ali imajo 
sedež v Nemčiji ali na tujem, pooblastiti osebo, ki bo neprestano na voljo pristojnim 
organom.397 
Dolžnost razkritja podatkov (4) 
V drugem razdelku NetzDG spreminja Zakon o Telekomunikacijah 398  in širi razloge, na 
podlagi katerih je mogoče od ponudnika storitev informacijske družbe pridobiti osebne 
                                                          
389 Besedilo v nemščini: »Ein Inhalt ist offensichtlich rechtswidrig, wenn zur Feststellung der Rechtswidrigkeit 
… keine vertiefte Prüfung erforderlich ist.«. Entwurf, op. 374 , str. 24. 
390 Zakon dopušča prav tako podaljšanje roka, če protipravnost temelji na neresničnosti dejstev. V tovrstnih 
primerih lahko uporabnike omogoči, da se izjavi o prijavi. Glej podrobneje: § 3 (2) NetzDG (3. točka). 
391 Prav tam. 
392 Poročilo mora vsebovati predvsem: število prejetih prijav, število izbrisanih objav, splošna prizadevanje 
upravljavca za zmanjševanje kriminalitete na družbenih omrežjih, kriteriji uporabljeni za presojo protipravnosti 
itd. Glej podrobneje: § 2 (1) NetzDG. 
393 E ntwurf, op. 374, str. 29. 
394 Steve Stecklow, Why Facebook is losing the war on hate speech in Myanmar, REUTERS, 15. 8. 2018, 
<https://www.reuters.com/investigates/special-report/myanmar-facebook-hate/> (31. 12. 2018).   
395 Prav tam. 
396 Prav tam. 
397§ 5 NetzDG. 
398 Das Telemediengesetz z dne 26. 2. 2007. 
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podatke prejemnika storitev. 399  S spremembo bodo morala družbeno omrežje v primeru 
civilne tožbe na zahtevo sodišča razkriti osebne podatke svojega uporabnika, če zahtevek 
temelji na kršitvi osebnostnih pravic (»Persönlichkeitsrechtsverletzung«).400 Kot je bilo zgoraj 
omenjeno, Direktiva 2000/31/ES dolžnost razkritja osebnih podatkov v civilnih postopkih ne 
omenja, vendar jo je mogoče razlagati tako, da jo dopušča. 
iv. Denarne kazni 
Družbena omrežja bodo denarno kaznovana, če bodo namenoma ali iz malomarnosti kršila 
omenjene zaveze. 401  Neupoštevanje postopkovnih pravil se smatra kot prekršek. NetzDG 
določa širok razpon denarnih kazni npr. če družbeno omrežje ne imenuje pristojne osebe je 
zagrožena kazen do 500.000, če pa opusti obveznost poročanja pa tudi do 5 milijonov 
evrov.402  Pri odmeri kazni je uporabljiv Zakon o regulativnih prekrških 403 , ki v primeru 
sistematičnih kršitev omogoča izrek tudi do 50 milijonov evrov kazni.404 
6. 5. 3. Očitki 
V času sprejemanja zakona so mediji, civilna združenja in tudi stroka pompozno poročali o 
cenzuri spleta. 405  Najvažnejši očitki so leteli na pretirane posege v svobodo izražanja, 
neskladje z evropskim pravnim redom in privatizacijo udejanjanja prava na 
spletu.406Izpostavil bom zgolj pomisleke, ki so merodajni za predmetno delo, veliko jih je 
namreč povsem formalnih407oz. se nanašajo na neskladje z nemškim notranjim pravom. 
Ker se tiče svobode izražanja, je bilo grajano, da je zakonodajni ukrep neprimeren, saj se 
dotika samo velikih družbenih omrežij in na drugi strani nepotreben, saj obstajajo manj 
                                                          
399 Sprememba je odziv na t. i. Sanego odločitev Zveznega ustavnega sodišča (BGHZ 201, 380, 1. 7. 2014). 
Sodišče je odločilo, da Zakon o telekomunikacijah ne omenja kršitev osebnostnih pravic kot podlage za razkritje 
osebnih podatkov. Morebitna uporaba analogije, brez spremembe zakonodaje, bi bila nesorazmeren ukrep v 
zasebnost uporabnikov. Glej tudi: Entwurf, op. 374, str. 30. 
400 Glej Telemediengesetz, op. 399, § 14 (3). 
401 § 4 (1) NetzDG. 
402 Prav tam. 
403 Gesetz über Ordnungswidrigkeiten (OWiG) z dne 19. 2. 1987. 
404 Prav tam, § 30. 
405  Sascha Lobo, Die stumpfe Pracht des NetzDG (Debakel um Hassrede - Gesetz), 3. 1. 2018., 
<http://www.spiegel.de/netzwelt/web/netzdg-berechtigtes-getoese-um-ein-daemliches-gesetz-a-1185973.html> 
(31. 12. 2018); Internetzensur: FDP klagt gegen Netzwerkdurchsetzungsgesetz, ZEIT ONLINE, 10. 6. 2018, 
<https://www.zeit.de/digital/internet/2018-06/netzdg-netzwerkdurchsetzungsgesetz-klage-fdp> (31. 12. 2018), 
Peter Mühlbauer, »Einladung zur Zensur«, Telepolis, 16. 2. 2018, <https://www.heise.de/tp/features/Einladung-
zur-Zensur-3971847.html> (31. 12. 2018).  
406 Glej podrobneje: Gerald Spindler, Internet Intermediary Liability Reloded, 8 J. Intell. Prop. Info. Tech. & 
Elec. Com. L. 166 (2017), str. 166-167. 




invazivna nadomestna sredstva (samoregulacija).408 Kratki roki in visoke denarne kazni so 
nevarna podlaga za pretirane posege, saj obstaja strah, da bodo družbena omrežja v dvomu 
raje odstranila zapis.409 Za nameček bodo takšne odločitve sprejemale prava nevešče osebe. 
Predlagatelju je bila prav tako očitano, da odgovornost države prenaša na pleča zasebnih 
korporacij, ki bodo imela sedaj še večjo moč, da krojijo in omejujejo pretok informacij po 
lastnih željah.410 Obenem pa gre za precedens, ki bo spodbudil tudi vlade drugod po svetu, da 
pretirano omejijo svobodo izražanja.411 Kar zadeva pravo EU, v celoti gledano najbolj zmoti, 
da se z nacionalno določitvijo časovnih rokov postavlja na stran načelo harmonizacije.412Za 
povrh naj bi NetzDG kršil načelo prava sedeža ponudnika storitev (t. i. 
»Herkunftslandprinzip«)413, saj družbenim omrežjem, ki imajo sedež v drugi državi članici, 
nalaga dodatne obveznosti, ki za zdaj ne obstojijo v prav nobenem pravnem redu.414 
6. 5. 4. NetzDG pol leta kasneje 
Čeravno zagovorniki svobode izražanja vehementno nasprotujejo zakonu, poročila prvega 
poletja ne ponujajo podatkov, ki bi nakazovali na pretirano omejevanje govora.415 Facebook 
je izbrisal  21%, Google (Youtube) 27% in Twitter zgolj 11% prijavljene vsebine.416 V  oči 
bode, da sta imela Google in Twitter 241,827 oz. 264,818 prijav, Facebook, ki ima v Nemčiji 
več kot 30 milijonov uporabnikov, pa zgolj 1,704 prijav.417 Razlog je v tem, da sta Google in 
Twitter zasnovala preprost sistem prijave z neposrednim klikom na objavo, medtem ko ima 
                                                          
408 Karl-Heinz Ladeur, Tobias Gostomzyk, Gutachten zur Verfassungsmäßigkeit des Entwurfs eines Gesetzes zur 
Verbesserung der Rechtsdurchsetzung in sozialen Netzwerken (Netzwerkdurchsetzungsgesetz - NetzDG), BT-
Drs. 18/12356, 16. 5. 2017, str. 6 in 7. 
409 Schultz, op. 313, str. 8. 
410 BITKOM, Bitkom Stellungnahme zum Regierungsentwurf Eines Netzwerkdurchsetzungsgesetzes, 20. 4. 2017, 
str. 10, <https://www.bitkom.org/sites/default/files/file/import/FirstSpirit-149275573214220170420-Bitkom-
Stellungnahme-zum-Regierungsentwurf-NetzwerkDG.pdf > (31. 12. 2018). 
411 Human Rights Watch, Germany Flawed Social Media Law, 14. 2. 2018, dostopno na: 
<https://www.hrw.org/news/2018/02/14/germany-flawed-social-media-law> (31. 12. 2018). 
412 William Echikson and Olivia Knodt, Germany's NetzDG: A key test for combatting online hate, CEPS 
Research Report No. 2018/09, November 2018, str. 6, dostopno na: 
<https://www.ceps.eu/system/files/RR%20No2018-09_Germany%27s%20NetzDG.pdf> (31. 12. 2018). 
413 Temeljna vsebina načela je, da mora ponudnik storitev upoštevati pravila države svojega sedeža. Zatorej 
državi gostiteljici ni dovoljeno, da s svojim pravnim redom postavlja omejitev pravni osebi iz druge države 
članice. Glej podrobneje 3. člen Direktive 2000/31/ES.  
414 Oprčkal, op. 375, str. 17-18. 
415 Glej podrobneje: Echikson, Knodt, op. 413, str. 6-12. 
416 Od tega jih je Facebook 76,4%, Google 93% in Twitter 93,8% izbrisal v 24 urah. Glej:  Facebook, NetzDG 
Transparency Report, Julij 2018, 
<https://fbnewsroomus.files.wordpress.com/2018/07/facebook_netzdg_july_2018_english-1.pdf> (31. 12. 2018), 
Twitter, Netzwerkdurchsetzungsgesetzbericht, Januar-Juni 2018, Julij 2018, <https://cdn.cms-
twdigitalassets.com/content/dam/transparency-twitter/data/download-netzdg-report/netzdg-jan-jun-2018.pdf> 
(31. 12. 2018), Google, Removals under the Network Enforcement Law, Julij 2018, 
<https://transparencyreport.google.com/netzdg/youtube> (31. 12. 2018). 
417 Echikson, Knodt, op. 413, str. 7. 
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Facebook ločen obrazec prijave, do katerega mora uporabnik posebej dostopati.418 Očitno je, 
kako pomemben je uporabnikom prijazen sistem prijave, na drugi strani pa je vpadljivo, da 
uporabnike protipravna vsebina ne vznemiri toliko, da bi bili pripravljeni narediti par klikov 
več do obrazca. Treba je dodati, da je vsem družbenim omrežjem skupno, da glavnino 
prijavljenih objav izbrišejo že na podlagi svojih internih pravil, ki jih uporabnik sprejme s 
sklenitvijo pogodbenega razmerja. Gre t. i. dvostopenjski pristop (»two-step-approach«): 
družbeno omrežje se najprej prepriča, ali objava ustreza notranjim pravilom podjetja in šele 
potem preveri njeno skladnost z nemškim pravom.419 
6. 5. 5. Komentar 
Všečen je pragmatičen pristop nemške opredelitve lažnih novic. Razumljene so kot skupek že 
obstoječih kaznivih dejanj, ki bojujejo laž. Želja, da bo laž tako dobro preganjana na spletu, 
kot je na ulici, je hvalevreden in povsem dovolj velikopotezen cilj.  
Prve podatki kažejo, da je bil strah pred cenzuro pretiran.  Za zdaj še ni prav nobenega 
postopka pred nemškimi sodišči na podlagi NetzDG-ja. Opazno je, da družbena omrežja 
glavnino objav odstranijo že tako ali tako na podlagi lastnih (skupnostnih) pravil. Dejstvo je, 
da je pogodbena avtonomija (samoregulacija) veliko močnejši vzvod za morebitno cenzuro 
kot pa zakonodajna prisila. Pohvalno varovalo je obveznost poročanja, ki zagotavlja 
transparentnost, obenem pa daje zakonodajalcu in civilni javnosti edinstven vpogled, koliko 
vsebine je izbrisano na podlagi zakona in koliko samoiniciativno. Kot pozitivno ocenjujem 
tudi obveznost imenovanje pooblaščenih oseb, ki morajo biti na voljo državnim organom.  
Izkušnja v Burmi je pokazala, da so spletne platforme brez ustreznega osebja še toliko bolj 
ranljive in so lahko zlorabljene v najbolj zlohotne namene.420 Razvidno je, da so podjetja na 
novo zaposlila mnogo oseb, ki pregledujejo protipravno vsebino. 421  Menim, da je takšna 
rešitev povsem poštena. Prav je, da družbena omrežja, ki na veliko422 služijo z angažmajem 
svojih uporabnikov, tudi nosijo stroške svojih negativnih eksternalij. Zaznal sem tudi vpliv 
                                                          
418 Prav tam.  
419 Prav tam. 
420 Neodvisno poročilo Sveta ZN za človekove pravice narekuje, da bi morali biti vojaška voditelji Burme 
preganjani zaradi genocida – izgon 700.000 Rohincev. Glej podrobneje: Human Rights Council, Report of the 
independent international fact-finding mission on Myanmar, 12. 9. 2018, str. 1, dostopno na: 
<https://www.ohchr.org/Documents/HRBodies/HRCouncil/FFM-Myanmar/A_HRC_39_64.pdf> (31. 12. 2018).  
421 Pri Googlu se 100 oseb ukvarja izključno s pritožbami na podlagi NetzDG-ja, pri Facebooku in Twitterju 65 
oz. 50. Echikson, Knodt, op. 413, str. 7, 9 in 11. 
422 Facebook je denimo v letu 2017 imel 15,9 milijarde dolarjev neto prihodkov. Facebook's anual revenue and 
net income from 2007 to 2017, STATISTA,  <https://www.statista.com/statistics/277229/facebooks-annual-
revenue-and-net-income/> (31. 12. 2018). 
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ESČP-ja, saj NetzDG določa obveznosti za velika, dobičkonosna družbena omrežja in 
vzpostavlja distinkcijo med protipravno in očitno protipravno vsebino.  
Strinjam se, da so kratki roki lahko podlaga za napačno odločanje. Vendarle je prišel trenutek, 
da pravo sprejme, da je dandanes, še posebej na spletu, večmesečno oz. celo večletno 
odločanje povsem neučinkovito sredstvo. Vsekakor je nemška ureditev nekoliko kočljiva z 
vidika prava EU. Prav gotovo bi bilo bolje zasledovati enotno evropsko rešitev. Znotraj 
prostega trga sta sedaj dva pravna režima, ki predstavljata vsaj manjšo oviro prostemu pretoku 
storitev informacijske družbe. Na drugi strani naj bi ravno urnost nemškega zakonodajalca 
spodbudila Komisijo EU, da je jadrno na evropski ravni predlagala ureditev preprečevanja 






Uvodoma sem nakazal, da »lažna novica« ne sme biti moderna floskula za laž, saj gre za 
dejanski družbeni problem. Spričo zastopanosti v razpravah javnega pomena prav gotovo 
potrebuje znanstveno (pravno) opredelitev, ki si prizadeva, da ustreza resničnosti 423  tega 
pojava. Poglavitna značilnost (škodljivost) lažne novice je, da je posredovana kot resnična 
vest verodostojnega medija. 
»Lažne novice niso nič novega,« je najbolj pogosto najdena trditev v obravnavani literaturi. 
Temu pritrjujem. Lažne novice so se pojavljale še prav na vsakem mediju človeškega 
povezovanja – v tisku, po radiu, na televiziji. Če lažne novice niso nič novega, čemu so 
naenkrat v središču pozornosti? 
Razlog se skriva v novi infrastrukturi medčloveškega komuniciranja. Splet, predvsem pa 
družbena omrežja stopnjujeta negativne učinke lažnih novic. Že obstoječi družbeni problem je 
postal v svojem novem okolju še bolj problematičen. Škodljivost je potencirana kvalitativno 
in kvantitativno. Zaradi spletnih orodij so lažne novice bolj dovršene (kakovostne), hkrati pa  
novi medij zagotavlja praktično neomejen »trg« morebitnih oškodovancev in tudi storilcev 
(množičnost). 
To preprosto spoznanje narekuje, da rešitev ne velja iskati v izumljanju novih protipravnih 
ravnanj, temveč v regulaciji resničnega problema – spleta oz. družbenih omrežij. 
Zasledovanje skladnosti med pravom ulice (»offline«) in pravom spleta (»online«) naj bo 
daljnoviden cilj. Pravo kot celota učinkovitih pravil in načel, ki urejajo pomembno zunanje 
vedenje in ravnanje v družbenih odnosih,424 mora novo obliko družbenih odnosov  urediti 
tako, da bo zasledovala, kar smo v prejšnjih okoljih spoznali kot nujno za mirno človekovo 
sobivanje (npr. človekovo dostojanstvo, svoboda izražanja, svoboda vesti, zasebnost itd.). 
Človek namreč vedno znova v različnih medijih (okoljih) sporazumevanja (npr. glinene 
tablice, papirus, tisk, radio, televizija, splet, splet 2.0 itd.) išče neenake odgovore na isto 
vprašanje: »Kako zagotoviti svobodo izražanja?«. 425  Da bi čim bolje odgovorili na to 
vprašanje, se je treba za začetek ponovno vprašati, čemu sploh služi svoboda govora. 
Enotnega odgovora ni, prav gotovo pa stremi k boljšemu razumevanju resničnosti sveta, 
                                                          
423 »Pravo je resničnost, katere smisel je, da služi pravni vrednoti, ideji prava.« G. Radbruch, FILOZOFIJA 
PRAVA, GV Založba 2007, str. 63. 
424 M. Pavčnik, TEORIJA PRAVA, GV Založba, str. 20. 
425 J. M. Balkin, Digital speech and democratic culture: A Theory of Freedom of Expression for the Information 
Society, New York University Law Review, Vol. 79:1, str. 58. 
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preprečevanju zlorabe moči, sprejemanju ozaveščenih in svobodnih političnih odločitev ter 
samouresničevanju posameznika.426 
Kar se tiče odgovornosti  ponudnikov internetnih storitev, se je izkazalo, da pretirana svoboda 
(ZDA) ni ustrezna spodbuda. Zasebni internetni koncerni ne spodbujajo govora, ki bi 
zasledoval omenjene smotre, temveč govor, ki je dobičkonosen (»komodiziran«), četudi 
poneumlja, izkrivlja svobodno voljo in v nobenem oziru ne prispeva k resnici. 427  Lažne 
novice so napaka trga. Menim, da je potrebna državna intervencija, ki bo splet ideološko 
zasnovala tako, da bo presegal namene dobička. 
Na drugi strani strožja ureditev odgovornosti (pravo EU, EKČP in nemški NetzDG), vsaj za 
zdaj, ni pretirano omejila svobode izražanja. Vsekakor velja pričakovati, da bodo države 
vedno pogosteje omejevale besede posameznika tako, da bodo regulirale internetne 
posrednike, ki bodo posledično imeli vedno pomembnejšo vlogo (moč) pri udejanjanju prava 
na spletu. 428  Družbena omrežja pa bodo morala, podobno kot konvencionalni mediji v 
prejšnjem stoletju, sprejeti svoj del družbene odgovornosti.429 Ni naključje, da je ubeseditev 
svobode izražanja edina določba EKČP, ki izrecno govori o obvezah pravice: »izvrševanje teh 
svoboščin vključuje tudi dolžnosti in odgovornosti …«.430 (Poudaril G. O.) 
  
                                                          
426 Kent Greenwalt, Free Speech Justifications, 89 Columbia Law Review 119, str. 130 in 147.  
427 A. Renda, The Legal Framework to Adress »Fake News«: Possible Policy Actions at the EU Level, June 
2018, str. 10, dostopno na: 
<http://www.europarl.europa.eu/RegData/etudes/IDAN/2018/619013/IPOL_IDA(2018)619013_EN.pdf > (31. 
12. 2018). Glej tudi: B. Vojak, Fake News: The Commoditization of Internet Speech, California Western 
International Law Journal: Vol. 48 : No. 1 , Article 5, str. 1-36. 
428 J. M. Balkin, OLD-SCHOOL/NEW-SCHOOL SPEECH REGULATION, Harvard Law Review, Vol. 127: 
2296 (2014), str. 2298. 
429 J.M. Balkin, Free Speech in the Algorithmic Society: Biga Data, Private Governance and New School Speech 
Regulation, Faculty Scholarship Series, number 5160, str. 1209. 





To je lažna novica, saj gre za neresnično navedbo o dejstvu, ki je posredovana tako, da daje 
razumnemu bralcu vtis, da je resnična vest verodostojnega medija. 
… 
Za zdaj je moč govoriti zgolj o odgovornosti za že kaznive lažne novice. V ZDA nima 
upravljavec družbenega omrežja nobene odgovornosti za lažno novico svojega uporabnika. 
Kot dobri Samarijan lahko lažno novico odstrani. Pravo EU in EKČP narekujeta, da lažno 
novico odstrani, ko se zave oziroma bi se bil moral zavedati njene protipravnosti. Kršitev 
obveznosti se odraža načeloma v civilni odgovornosti, pravo EU pa dopušča državam 
članicam, da uredijo tudi kazensko odgovornost. Če ima družbeno omrežje v Nemčiji vsaj dva 
milijona uporabnikov, mora očitno protipravno novico odstraniti v 24 urah, protipravno pa v 7 
dneh. Morebitna kršitev obveznosti se smatra kot prekršek. Upravni organ lahko v primeru 
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