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У сучасних умовах господарювання в галузях економіки, наприклад 
житлово-комунальному господарстві, та підприємствах зокрема, важливе 
значення відіграють технології формування стратегії економічної безпеки. 
При цьому особлива увага фокусується на: особі, інформації, 
матеріальних цінностях. 
Ринкові відносини з їх невід’ємною частиною – конкуренцією 
обов’язково вимагають протидії зовнішнім і внутрішнім впливам. Об’єкти 
захисту більшою чи меншою мірою, залежно від цілей і від конкретних умов 
зацікавлених осіб, можуть зазнавати різних нападів чи загроз опинитися в 
ситуації, в якій вони з об’єктивних причин наражаються на небезпеку. 
Необхідність розробки і впровадження стратегії економічної безпеки 
підприємства, установи, організації полягає в тому, що витік лише 20% 
інформації призводить до банкрутства суб’єктів господарювання. 
Для розробки й впровадження стратегії економічної безпеки важливе 
значення має інформація, яка характеризується як результат відображення та 
обробки в людській свідомості різноманіття навколишнього світу, відомостей 
про предмети, що оточують людину, явища природи, діяльність інших людей              
і т. п. 
Для формування й реалізації стратегії економічної безпеки можна 
визначити наступні системи інформаційного захисту: 
 системи електронного захисту - комп’ютерна безпека (маркування 
файлів; формування особистих паролів; шифрування інформації; забезпечення 
захисту приміщень, де знаходяться інформаційні системи; централізоване 
управління інформацією; побудова систем додаткової перевірки інформації з 
можливим її блокуванням); технологічна безпека (застосування сучасних 
технологічних систем і засобів, що попереджають і блокують відтік 
інформації); 
 системи персонального захисту - відкриті системи, коли 
персональний користувач має доступ до інформації; ізоляційні системи, в яких 
користувач забезпечує блокування деякої інформації відповідно до інших груп 
користувачів; управляючі системи, інформація в яких не може формуватись або 
використовуватись без дозволу користувача; закриті системи, в яких 
інформацію запрограмовано керівниками підрозділів або підприємств й без їх 
дозволу не можливо її отримати; 
 системи психологічного захисту - орієнтовані на відповідність 
психологічного, морального й розумового рівня користувача автоматизованим 
системам управління для мінімізації помилок у системі й витоку інформації; 
 віртуальні системи захисту - спрямовані на об’єднання в єдиний 
комплекс всіх суб’єктів, зацікавлених у формуванні й отриманні інформації із 
інформаційними технологіями, в яких захист відбувається системою самостійно 
через відповідний інструментарій; 
 орієнтовані системи захисту - системи, що орієнтуються на список; 
системи, що орієнтуються на ключ; системи, що орієнтуються на керівника; 
комбіновані системи. 
Слід вказати на технології, які застосовуються для розробки стратегії 
економічної безпеки: 
1. Збалансована система показників (ВаlancedScorecard - ВSС). 
2. Система показників відповідальності (АSС). 
3. Модель ділової переваги (ВЕМ). 
4. Піраміда результативності МакНейра. 
5. Бенчмаркінг. 
6. SWOT-аналіз. 
7. Дискрімінантний аналіз. 
8. Кластерний аналіз. 
9. Матриця Бостонської консалтингової групи (BCG) “Зростання / 
Частка”. 
10. Модель GE/McKinsey. 
11. Матриця спрямованої політики (модель Shell/DPМ). 
Таким образом, проведено аналіз технологій, які можуть застосовуватись 
для розробки й реалізації стратегії економічної безпеки, як на рівні 
підприємства, так і галузі в цілому.  
 
 
