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ВАРУНЦ Л. Д. К ВОПРОСУ ТЕРРИТОРИАЛЬНОЙ ОРГАНИЗАЦИИ ВЛАСТИ 
В КАНАДЕ 
Исследованы вопросы территориальной организации власти в Канаде, разграничение компетен-
ции федерального и провинциального уровней на современном этапе общественного развития. 
Ключевые слова: территория, Канада, организация власти, разграничение компетенции, са-
моуправление. 
 
VARUNTS L. D. ON THE ISSUE OF TERRITORIAL ORGANIZATION OF POWER 
IN CANADA 
The relevance of chosen research topic is due to the fact that successful reforming of government in 
Ukraine is impossible without learning the experience (both positive and negative) of national re-
forms in foreign countries. Special urgency has the research of territorial organization of power in 
Canada – the country, the Ukrainian diaspora of which is the largest in the world and which, accord-
ing to the level of socio-economic development and democracy of power institutions, is one of the 
world leaders. 
The article’s objective is deepening theoretical knowledge on territorial organization of power in 
Canada. 
It is noted that the Constitution of Canada of 1982 establishes two areas of competence: the sphere of 
exclusive competence of the federation covering the matters within the jurisdiction of only federal 
authorities and the sphere of exclusive competence of the objects of federation covering the matters 
related to the jurisdiction of only agencies of the objects of federation. The activities of the federal 
system of law enforcement agencies in Canada belong to the exclusive jurisdiction of federation. 
The administrative authorities of Canadian provinces are constructed on the same principle as the 
federal ones. Each has its own legislature; in some provinces – it is unicameral legislative assembly, 
while others have – bicameral parliament. For example, the parliament in Quebec consists of the 
Legislative Council and the Legislative Assembly. 
The author of the article has noted the specifics of Canada, in particular the fact that the subjects of 
federation are deprived of financial autonomy. Their own incomes are extremely limited; they can 
exist only through subsidies and grants that are obtained from the Federal Government. Financial de-
pendence is a significant addition to that constitutional mechanism with the assistance of which the 
central government subordinates and controls the subjects of federation. 
As a result, it is stated that the territorial organization of power in Canada is largely dependent on the polit-
ical and territorial system of the state, differentiation of the competence of federal and provincial levels. 
Keywords: territory, Canada, organization of power, differentiation of competences, self-
government. 
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Досліджено сутність інформаційної безпеки України, засоби її реалізації, джерела загроз ін-
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Постановка проблеми. Стрімке зростання 
інформаційних технологій призвело до почат-
ку перерозподілу в суспільстві реальної влади 
від традиційних структур до центрів управлін-
ня інформаційними потоками. Інформаційні 
технології знаходять все ширше застосування 
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у таких сферах, як фінансовий обіг і ринок 
цінних паперів, зв’язок, транспорт, високотех-
нологічні виробництва (особливо атомні, хіміч-
ні тощо), державні системи управління та інше. 
Актуальність обраної теми наукового дос-
лідження обумовлена тим, що становлення ін-
формаційного суспільства має як безсумнівні 
позитивні, так і певні негативні наслідки. З од-
ного боку, пришвидшилася передача інформа-
ції значного обсягу, прискорилась її обробка та 
впровадження. З іншого, серйозне занепокоєн-
ня викликає поширення фактів протизаконного 
збору і використання інформації, несанкціоно-
ваного доступу до інформаційних ресурсів, 
незаконного копіювання інформації в елект-
ронних системах, порушення технологій обро-
бки інформації, запуску програм-вірусів, зни-
щення та модифікації даних в інформаційних 
системах, маніпулювання суспільною та інди-
відуальною свідомістю тощо. 
Багато держав украй стурбовані станом ін-
формаційної безпеки, залежність від якої зрос-
татиме у процесі технічного прогресу. Вони 
розробляють і впроваджують комплекс право-
вих, організаційно-технічних та економічних 
заходів забезпечення інформаційної безпеки. 
Для України, яка зіткнулася з гібридом ін-
формаційної війни, питання забезпечення ін-
формаційної безпеки останнім часом набули 
важливого значення. Зважаючи на це, розроб-
лення та вдосконалення основ забезпечення 
інформаційної безпеки України є одним із най-
важливіших та особливо актуальних завдань 
держави. При цьому багато проблем, пов’я-
заних із забезпеченням інформаційної безпеки, 
можуть бути успішно розв’язані лише в тісній 
скоординованій співпраці з міжнародними ор-
ганізаціями (ООН, ЄС, НАТО та ін.). 
Стан дослідження. Вивчення стану науко-
вої розробленості проблеми забезпечення ін-
формаційної безпеки показало, що на сьогодні 
існує безліч наукових досліджень з цієї тема-
тики. Так, науковому осмисленню проблем 
реалізації інформаційної безпеки в сучасному 
суспільстві сприяли праці таких дослідників: 
А. Даллеса, М. Кастельса, В. С. Шапіро, Г. Ве-
ріана, М. В. Баглая, А. В. Крутських, І. Л. Саф-
ронова, О. А. Смірнова, Є. Б. Бєлова та ін. Се-
ред українських дослідників, які розробляють 
методологічні засади інформаційної безпеки, 
слід відзначити таких, як: О. Г. Широкова-Му-
рараш, В. І. Гурковський, Г. М. Сащук, Г. Г. По-
чепцов, В. Г. Королько, О. П. Голобуцький, 
В. М. Брижко, В. С. Цимбалюк, Б. А. Кормич, 
Є. Я. Кравець, О. В. Олійник, Л. Є. Шимансь-
кий та ін. Однак на сьогодні питання вироб-
лення ефективної моделі державного управ-
ління інформаційною сферою залишається від-
критим і потребує подальших досліджень. 
Метою цієї наукової статті є виявлення й 
аналіз основних напрямів державної інформа-
ційної політики з метою захисту національного 
інформаційного простору, джерел загроз інфо-
рмаційній безпеці України, шляхів забезпечен-
ня інформаційної безпеки України на сучасно-
му етапі суспільного розвитку. 
Викладені в даній науковій статті положен-
ня можуть бути використані практично, а саме 
в науково-дослідницькій сфері для подальших 
наукових досліджень цієї проблеми, в науково-
освітній сфері під час викладання навчальних 
дисциплін, в науково-методичній сфері з ме-
тою вдосконалення, розробки навчальних про-
грам, підручників і навчально-методичних по-
сібників, а також у правоохоронній діяльності. 
Виклад основного матеріалу. Інформацій-
на безпека є однією із суттєвих складових час-
тин національної безпеки країни, її забезпе-
чення завдяки послідовній реалізації грамотно 
сформульованої національної інформаційної 
стратегії в значній мірі сприяло б забезпеченню 
досягнення успіху при вирішенні завдань у по-
літичній, військово-політичній, військовій, со-
ціальній, економічній та інших сферах держав-
ної політики. Так, проведення в життя вдалої 
інформаційної політики може суттєво вплинути 
на розв’язання внутрішньополітичних, зовніш-
ньополітичних та військових конфліктів. 
У ст. 17 Конституції України зазначено: 
«Захист суверенітету і територіальної ціліснос-
ті України, забезпечення її економічної та ін-
формаційної безпеки є найважливішими функ-
ціями держави, справою всього Українського 
народу» [1]. 
Для формування збалансованої державної 
політики та ефективного проведення комплексу 
узгоджених заходів щодо захисту національ-
них інтересів у інформаційній сфері, створення 
розвиненого і захищеного інформаційного се-
редовища слугує організація функціонування 
системи інформаційної безпеки, складовими 
компонентами якої є національні інтереси в 
інформаційній сфері, загрози та небезпеки цим 
інтересам, сама інформаційна безпека як ін-
струмент зі створення сприятливих умов для їх 
реалізації, які в сукупності становлять об’єкт 
управління органами державного управління, 
систему забезпечення інформаційної безпеки, 
тобто суб’єкт управління, більше того, основні 
напрямки політики національної безпеки в ін-
формаційній сфері, а також внутрішнє та зов-
нішнє середовище. 
ISSN 1727-1584. ПРАВО І БЕЗПЕКА. 2015. № 3 (58) 
  17
Правову основу забезпечення інформацій-
ної безпеки України становлять Конституція 
України, закони України «Про інформацію», 
«Про основи національної безпеки України», 
«Про основні засади розвитку інформаційного 
суспільства в Україні на 2007–2015 роки», указ 
Президента України від 26.05.2015 № 287/2015 
«Про рішення Ради національної безпеки і 
оборони України від 6 травня 2015 року “Про 
Стратегію національної безпеки України”» та 
інші нормативно-правові акти. 
Відповідно до закону України «Про Основ-
ні засади розвитку інформаційного суспільства 
в Україні на 2007–2015 роки» інформаційна 
безпека визначається як «стан захищеності жит-
тєво важливих інтересів людини, суспільства і 
держави, при якому запобігається нанесення 
шкоди державі через: неповноту, невчасність та 
невірогідність інформації, що використовуєть-
ся; негативний інформаційний вплив; негативні 
наслідки застосування інформаційних техно-
логій; несанкціоноване поширення, викорис-
тання, порушення цілісності, конфіденційності 
та доступності інформації» [2]. 
Інформаційна безпека України як важлива 
складова національної безпеки передбачає сис-
темну превентивну діяльність органів держав-
ної влади з надання гарантій інформаційної 
безпеки особі, соціальним групам та суспільству 
в цілому і спрямована на досягнення достат-
нього для розвитку державності та соціального 
прогресу рівня духовного та інтелектуального 
потенціалу країни. 
Інформаційна безпека України як один із 
видів національної безпеки, важлива функція 
держави означає: 
– законодавче формування державної інфо-
рмаційної політики; 
– створення відповідно до законів України 
можливостей досягнення інформаційної доста-
тності для ухвалення рішень органами держав-
ної влади, громадянами та об’єднаннями гро-
мадян, іншими суб’єктами права в Україні; 
– гарантування свободи інформаційної дія-
льності та права доступу до інформації в наці-
ональному інформаційному просторі України; 
– всебічний розвиток інформаційної струк-
тури; 
– підтримку розвитку національних інфор-
маційних ресурсів України; 
– створення і впровадження безпечних ін-
формаційних технологій; 
– захист права власності всіх учасників ін-
формаційної діяльності в національному прос-
торі України; 
– збереження права власності держави на 
стратегічні об’єкти інформаційної інфраструк-
тури України; 
– створення загальної системи охорони ін-
формації, зокрема охорони державної таємни-
ці, а також іншої інформації з обмеженим дос-
тупом; 
– захист національного інформаційного 
простору України від розповсюдження спотво-
реної або забороненої для поширення законо-
давством України інформаційної продукції; 
– встановлення законодавством режиму дос-
тупу іноземних держав або їх представників до 
національних інформаційних ресурсів України; 
– законодавче визначення порядку поши-
рення інформаційної продукції зарубіжного 
виробництва на території України [53, c. 714]. 
Державна політика інформаційної безпеки 
визначається пріоритетністю національних ін-
тересів, системою небезпек і загроз, здійсню-
ється шляхом реалізації відповідних доктрин, 
стратегій, концепцій і програм в інформаційній 
сфері відповідно до чинного законодавства. 
Відповідно до указу Президента України 
від 26.05.2015 № 287/2015 «Про рішення Ради 
національної безпеки і оборони України від 
6 травня 2015 року “Про Стратегію національ-
ної безпеки України”» пріоритетами забезпе-
чення інформаційної безпеки є: 
– забезпечення наступальності заходів полі-
тики інформаційної безпеки на основі асимет-
ричних дій проти всіх форм і проявів інформа-
ційної агресії; 
– створення інтегрованої системи оцінки 
інформаційних загроз та оперативного реагу-
вання на них; 
– протидія інформаційним операціям проти 
України, маніпуляціям суспільною свідомістю 
і поширенню спотвореної інформації, захист 
національних цінностей та зміцнення єдності 
українського суспільства; 
– розробка і реалізація скоординованої інфо-
рмаційної політики органів державної влади; 
– виявлення суб’єктів українського інфор-
маційного простору, що створені та/або вико-
ристовуються Росією для ведення інформацій-
ної війни проти України, та унеможливлення 
їхньої підривної діяльності; 
– створення і розвиток інститутів, що від-
повідають за інформаційно-психологічну без-
пеку, з урахуванням практики держав – членів 
НАТО; 
– удосконалення професійної підготовки у 
сфері інформаційної безпеки, упровадження 
загальнонаціональних освітніх програм з 
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медіакультури із залученням громадянського 
суспільства та бізнесу [4]. 
До основних напрямів державної політики з 
питань національної безпеки в інформаційній 
сфері відповідно до ст. 8 закону України «Про 
основи національної безпеки України» нале-
жать: 
– забезпечення інформаційного сувереніте-
ту України; 
– запобігання втручанню у внутрішні спра-
ви України і відвернення посягань на її держа-
вний суверенітет і територіальну цілісність з 
боку інших держав; 
– удосконалення державного регулювання 
розвитку інформаційної сфери шляхом ство-
рення нормативно-правових та економічних 
передумов для розвитку національної інформа-
ційної інфраструктури та ресурсів, упроваджен-
ня новітніх технологій у цій сфері, наповнення 
внутрішнього та світового інформаційного про-
стору достовірною інформацією про Україну; 
– активне залучення засобів масової інфор-
мації до боротьби з корупцією, зловживаннями 
службовим становищем, іншими явищами, які 
загрожують національній безпеці України; 
– забезпечення неухильного дотримання 
конституційного права громадян на свободу 
слова, доступу до інформації, недопущення 
неправомірного втручання органів державної 
влади, органів місцевого самоврядування, їх 
посадових осіб у діяльність засобів масової 
інформації, дискримінації в інформаційній 
сфері і переслідування журналістів за полі-
тичні позиції; 
– вжиття комплексних заходів щодо захисту 
національного інформаційного простору та 
протидії монополізації інформаційної сфери 
України [5]. 
Відповідно до ст. 7 закону України «Про ос-
нови національної безпеки України» до про-
блем забезпечення інформаційної безпеки Укра-
їни відносять загрози національним інтересам і 
національній безпеці в інформаційній сфері: 
– прояви обмеження свободи слова та дос-
тупу громадян до інформації; 
– поширення засобами масової інформації 
культу насильства, жорстокості, порнографії; 
– комп’ютерну злочинність та комп’ютер-
ний тероризм; 
– розголошення інформації, яка становить 
державну та іншу, передбачену законом, таєм-
ницю, а також конфіденційної інформації; 
– намагання маніпулювати суспільною сві-
домістю, зокрема, шляхом поширення недо-
стовірної, неповної або упередженої інформа-
ції та ін. [5]. 
У межах нашого дослідження важливо від-
значити, що транскордонний характер загроз 
інформаційній безпеці обумовлює необхідність 
вироблення і реалізації комплексних зусиль 
для ефективної протидії їм у взаємодії з міжна-
родними організаціями. Так, найбільш активне 
співробітництво України в галузі інформацій-
ної безпеки спостерігається з НАТО в рамках 
програми «Безпека через науку». Ця програма 
використовує такі механізми підтримки в галу-
зі інформаційної безпеки: гранти на налаго-
дження та укріплення зв’язків, які існують; 
візити експертів та трансфер технологій; ство-
рення дослідницьких центрів; підтримку прое-
ктів досліджень. 
У цілому співробітництво між НАТО і краї-
нами-партнерами, одним з яких є Україна, в 
рамках Ради євроатлантичного партнерства 
(РЄАП) та програми «Партнерство заради ми-
ру» (ПЗМ) передбачає певні зобов’язання сто-
рін щодо обміну та захисту інформації. Для 
збільшення транспарентності військового пла-
нування й оборонних бюджетів, забезпечення 
демократичного контролю над збройними си-
лами сторони можуть брати участь у взаємно-
му обміні інформацією про виконання певних 
заходів. Перед обміном будь-якою таємною 
інформацією між країною–учасницею ПЗМ і 
НАТО, органи з безпеки інформації мають бу-
ти взаємно впевненими, що сторона, яка прий-
має інформацію, готова забезпечити захист 
інформації. 
Приєднання України до програми ПЗМ пе-
редбачало підписання і ратифікацію у 2002 
році Угоди про безпеку між Урядом України і 
Організацією Північноатлантичного Догово-
ру [6]. Пізніше, 27.04.2015 Україною була під-
писана і ратифікована Угода про співробітниц-
тво у сфері підтримки між Кабінетом Міністрів 
України та Організацією НАТО з підтримки та 
постачання (ОНПП) [7]. Згідно з цими угодами 
сторони погоджуються консультуватися в по-
літичних питаннях і питаннях безпеки, розши-
рювати й інтенсифікувати політичне і військо-
ве співробітництво в Європі, усвідомлюючи, 
що ефективність співробітництва в цих сферах 
має на увазі обмін таємною інформацією 
та/або інформацією обмеженого доступу. 
Відповідальним органом у разі захисту тає-
мної інформації, якою обмінюються сторони 
під час співробітництва в рамках РЄАП/ПЗМ, є 
Служба безпеки НАТО (NOS). Країна-партнер 
інформує Службу безпеки НАТО про те, який 
національний орган має повноваження в галузі 
безпеки інформації. В Україні відповідальність 
за співробітництво в галузі телекомунікаційних 
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та інформаційних систем на сьогодні покладено 
на Міністерство інфраструктури України. Та-
кож між НАТО і країною-партнером уклада-
ється окрема адміністративна угода щодо ста-
ндартів взаємного забезпечення безпеки 
інформації, якою обмінюються сторони, і при-
значається офіцер зв’язку між Управлінням 
безпеки НАТО і національним уповноваженим 
органом з безпеки інформації. 
Вся інформація, якою обмінюються сторони 
в рамках РЄАП/ПЗМ, є інформацією обмежено-
го доступу і тільки для урядового використання. 
Тому її повинні отримувати тільки організації й 
особи, які беруть участь у цих програмах і ма-
ють з нею справу за родом своєї діяльності. 
Необхідно відмітити, що Угода про безпеку 
між Урядом України і Організацією Північноат-
лантичного Договору й Угода про співробітниц-
тво у сфері підтримки між Кабінетом Міністрів 
України та Організацією НАТО з підтримки та 
постачання (ОНПП) стали значними досягнен-
нями України в галузі інформаційної безпеки і 
визначають основні вимоги щодо обміну таєм-
ною або конфіденційною інформацією між 
Україною та НАТО та її захисту і можуть стати 
основою прийняття відповідних документів у 
процесі подальшого співробітництва чи повної 
інтеграції України в Альянс. 
Важливою групою заходів для забезпечення 
інформаційної безпеки є заходи щодо захисту 
національного інформаційного простору від 
несанкціонованих втручань, а також контроль 
над формуванням масової свідомості. 
Для демократичного i для будь-якого іншо-
го сучасного суспільства інформаційна карти-
на світу (уявлення про світ) важливіша, ніж 
сам реальний світ. Ще більшого значення на-
буває довгостроковий вплив ЗМІ, який є одним 
з основних джерел формування системи соціа-
льно-політичних настанов і стереотипів. Такі 
стереотипи нерідко створюються і використо-
вуються як інструмент політичної боротьби, 
але саме вони можуть стати в нагоді у суспіль-
стві, що розвивається, підтримуючи цілісність 
національної символьної системи (національ-
ної культури), або, за невдалого використання, 
зруйнувати її. 
Саме тому одним з головних напрямів захи-
сту інформаційного простору є захист націона-
льної системи символів [8]. У тому, що відбу-
вається тоді, коли цей захист здійснюється 
невдало або недостатньо, ми можемо переко-
натись на прикладі України, а саме таких 
«проблемних» регіонів, як Донбас та АР Крим, 
де серед населення формується ненаціональна 
інформаційна картина світу. 
Вважається, що надійно захистити інфор-
маційний простір може лише така символьна 
система, яка здатна якнайширше розповсю-
джуватись, аж доки вона не втратить своєї 
привабливості. Відсутність відомостей про 
країну у світовому інформаційному просторі 
або їх негативний характер не найкращим чи-
ном впливає на зовнішньополітичну діяльність 
держави, а також на діяльність окремих її гро-
мадян. Саме це обґрунтовує необхідність 
ужиття заходів щодо підтримки інформаційної 
безпеки, які сприяли б поширенню присутності 
України у світовому інформаційному просторі. 
Події помаранчевої революції посприяли 
поширенню відомостей про Україну, а також 
формуванню її іміджу як демократичної краї-
ни, проте вони носили тимчасовий характер. 
Необхідна наявність виваженої державної 
стратегії у даному напрямку, щоб закріпити 
досягнуті результати і просунутись далі. 
Враховуючи все перелічене вище, можна 
зробити висновок, що стан забезпечення ін-
формаційної безпеки в Україні є задовільним, 
хоча існує певна низка проблем у таких сферах, 
як забезпечення інформацією населення та дер-
жавних установ, захист національного інформа-
ційного простору, а також у сфері розповсю-
дження інформації про Україну, забезпечення її 
присутності у міжнародному інформаційному 
просторі. Перспективним напрямком співробі-
тництва у сфері інформаційної безпеки є євро-
атлантичний напрямок, що сприятиме переходу 
України на нові стандарти безпеки, застосу-
ванню нових методик і технологій, які зроб-
лять нашу державу менш вразливою. Співробі-
тництво з євроатлантичними структурами 
сприятиме також поширенню відомостей про 
Україну у світовому інформаційному просторі 
так само, як і формуванню позитивного іміджу 
України на світовій арені. 
Ефективна реалізація стратегічних пріори-
тетів, основних принципів і завдань державної 
політики інформаційної безпеки потребує вдо-
сконалення правових та організаційних механі-
змів управління інформаційною безпекою, йо-
го відповідного інтелектуально-кадрового і 
ресурсного забезпечення, зокрема, вдоскона-
лення законодавства з питань національної 
безпеки, насамперед шляхом: 
– розвитку правових засад управління наці-
ональною безпекою через розробку відповід-
них законів, концепцій, доктрин, стратегій і 
програм тощо; 
– розробки та впровадження національних 
стандартів і технічних регламентів застосуван-
ня інформаційно-комунікаційних технологій, 
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гармонізованих з відповідними європейськими 
стандартами. 
Формування і реалізація єдиної державної 
політики забезпечення захисту національних 
інтересів від загроз в інформаційній сфері, при-
йняття відповідних законодавчих актів, коорди-
нація діяльності органів державної влади щодо 
забезпечення інформаційної безпеки послідовно 
сприятимуть приведенню української націона-
льної системи інформаційної безпеки у відпові-
дність до світових стандартів у цій сфері. 
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ВОЙЦЕХОВСКИЙ А. В. ВОПРОСЫ ИНФОРМАЦИОННОЙ БЕЗОПАСНОСТИ 
УКРАИНЫ НА СОВРЕМЕННОМ ЭТАПЕ 
Исследованы сущность информационной безопасности Украины, средства её реализации, ис-
точники угроз информационной безопасности Украины, пути обеспечения информационной 
безопасности Украины на современном этапе общественного развития. 
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VOYTSIHOVSKYI A. V. THE MATTER OF INFORMATION SECURITY OF UKRAINE 
AT THE PRESENT STAGE 
Nowadays the spread of the facts concerning unlawful collection and use of information, unauthor-
ized access to information resources and others is of serious concern. The issues of guaranteeing in-
formation security have become very important for Ukraine, which faced a hybrid information war. 
The objective of this research paper is to detect and analyze the main directions of state information 
policy aiming at protection of the national information space, as well as to reveal the sources of 
threats to information security of Ukraine and to find the ways to ensure information security of 
Ukraine at the present stage of social development. 
Information security of Ukraine as an important component of the national security system provides 
preventive activities of state authorities to provide guarantees of information security to individuals, 
social groups and society in the whole and is aimed at achieving sufficient level of spiritual and intel-
lectual potential for the development of the state and social progress. 
Active cooperation between Ukraine and NATO in the field of information security is noted. 
It is reasonably determined that an important group of measures of guaranteeing information security 
are measures to protect the national information space from unauthorized interventions, as well as 
control over the formation of mass consciousness. 
As a result it is indicated that the formation and implementation of state policy for the protection of 
national interests against the threats in the information sphere, the adoption of relevant legislative 
acts, coordination of the activities of state authorities in the field of ensuring information security will 
consistently contribute to bringing Ukrainian national information security system in line with inter-
national standards in this area. 
Keywords: information, information security, information space, cooperation, the North Atlantic 
Treaty Organization (NATO). 
