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BGP: Protocolo de puerta de enlace de frontera, es el que permite el intercambio 
de información entre grandes nodos de Internet encontrando el camino más 
eficiente para transferir una gran cantidad de información entre dos puntos de red. 
 
CONECTIVIDAD: Es la medida en los nodos o componentes de una red que están 
conectados entre sí y la facilidad o velocidad con la que pueden intercambiar 
información. Esta permite que los datos fluyan en forma bidireccional. 
 
DHCP: Protocolo de configuración dinámica de host, es de tipo cliente/servidor 
mediante el cual un servidor de red DHCP asigna de forma dinámica las 
direcciones IP y otros parámetros de configuración de red a los diferentes 
dispositivos conectados. 
 
DTP: Protocolo de enlace dinámico, se utiliza para gestionar de forma dinámica la 
configuración del enlace troncal entre dos switches CISCO. 
 
EIGRP: Protocolo de enrutamiento de puerta de enlace interior, es un protocolo de 
encaminamiento de estado de enlace, propiedad de Cisco Systems que ofrece lo 
mejor de los algoritmos de vector de distancias y del estado de enlace. 
 
INTERFAZ: Se trata de la conexión entre ordenadores o máquinas con el exterior, 
sea cual sea la comunicación entre distintos niveles. 
 
OSPF: Protocolo de red para encaminamiento jerárquico de pasarela interior o 
Interior Gateway Protocol. 
 
ROUTER: Dispositivo que proporciona conectividad a nivel de red. Se encarga de 
establecer qué ruta se destinará a cada paquete de datos dentro de una red. 
 
SWITCH: Dispositivo de interconexión utilizado para conectar equipos en red 
formando lo que se conoce como una red de área local (LAN) y cuyas 
especificaciones técnicas siguen el estándar conocido como Ethernet. 
 
VLAN: Red de Área Local Virtual, es un método que permite crear redes que 
lógicamente son independientes, aunque estas se encuentren dentro de una 
misma red física. De esta forma, un usuario podría disponer de varias VLANs 










El trabajo Final contiene información de los dos módulos de cisco: CCNP R&S route 
y CCNP R&S switch, que se desarrollaron en el transcurso de diplomado; las 
temáticas de estos módulos se representan mediante la solución de dos escenarios, 
que se deberá solucionar en este trabajo. Se debe realizar la respectiva 
configuración de cada dispositivo de acuerdo con su topología, y   que a su vez 
se debe implementar los diferentes protocolos de comunicación aprendidos a lo 
largo del diplomado de CISCO. La actividad esta orientados al diseño de redes 
escalables y de conmutación, requiere de habilidades necesarias para planificar, 
implementar, asegurar, y mantener redes que permitiendo mejorar los procesos 
relacionados con el manejo de la información. La simulando se realizara en el 




































The Final paper contains information on the two Cisco modules: CCNP R&S route 
and CCNP R&S switch, which were developed in the course of the diploma course; 
The themes of these modules are represented by solving three scenarios, which 
must be solved in this work. The respective configuration of each device must be 
carried out according to its topology, and in turn, the different communication 
protocols learned throughout the CISCO diploma must be implemented. The 
activity is oriented to the design of scalable and switching networks, requires the 
necessary skills to plan, implement, secure, and maintain networks that allow 
improving the processes related to information management. The simulation will be 











El trabajo se realiza con objeto de sustentación correspondiente a la evaluación de 
la prueba de habilidades prácticas CCNP, se desarrollaron en el transcurso de 
diplomado; las temáticas de estos módulos se representan mediante la solución de 
dos escenarios, que se deberá solucionar en este trabajo. Se debe realizar la 
respectiva configuración de cada dispositivo de acuerdo con su topología, y   que 
a su vez se debe implementar los diferentes protocolos de comunicación 
aprendidos a lo largo del diplomado de CISCO con el que se desarrollaron las 
habilidades y competencias necesarias para dar solución a los escenarios del 
trabajo. 
 
El desarrollo de trabajo, se basara en la solución de dos escenarios, los cuales se 
deberá solucionar con las competencias adquiridas en el diplomado, y con base 
esto se tomara los pantallazos de las respuestas en el software de cisco; todo esto 




































Ilustración 1. Escenario 1 











1. Información para configuración de los Routers 
 
R1 Interfaz Dirección IP Máscara 
Loopback 0 1.1.1.1 255.0.0.0 
Loopback 1 11.1.0.1 255.255.0.0 
S 0/0 192.1.12.1 255.255.255.0 
 
R2 Interfaz Dirección IP Máscara 
Loopback 0 2.2.2.2 255.0.0.0 
Loopback 1 12.1.0.1 255.255.0.0 
S 0/0 192.1.12.2 255.255.255.0 
E 0/0 192.1.23.2 255.255.255.0 
 
R3 Interfaz Dirección IP Máscara 
Loopback 0 3.3.3.3 255.0.0.0 
Loopback 1 13.1.0.1 255.255.0.0 
E 0/0 192.1.23.3 255.255.255.0 
S 0/0 192.1.34.3 255.255.255.0 
   
 
R4 Interfaz Dirección IP Máscara 
Loopback 0 4.4.4.4 255.0.0.0 
Loopback 1 14.1.0.1 255.255.0.0 




Tabla 1. Información para configuración de los Routers 
 
 
1.1. Direccionamiento R1 
 
R1(config)#no ip domain-lookup 
R1(config)#line con 0 
R1(config-line)#logging synchronous  







R1(config-if)#ip address 192.1.12.1 255.255.255.0 
R1(config-if)#clock rate 64000 
This command applies only to DCE interfaces 
R1(config-if)#no shut 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to down 
R1(config-if)#exit 
R1(config)#int lo 0 
R1(config-if)#ip addres 1.1.1.1 255.0.0.0 
R1(config-if)# 
%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Int Lo0, changed state to up 
R1(config-if)#int lo 1 
R1(config-if)# 
%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Int Lo1, changed state to up 




1.2. Direccionando R2 
 
R2(config)#no ip domain-lookup 
R2(config)#line con 0 
R2(config-line)#logging synchronous  
R2(config-line)#exec-timeout 0 0 
R2(config-line)#exit 
R2(config)#int s0/0/0 
R2(config-if)#ip addres 192.1.12.2 255.255.255.0 
R2(config-if)#clock rate 64000 
R2(config-if)#no shut 
R2(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
R2(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Int Serial0/0/0, chang state to up 
R2(config-if)#int g0/0 
R2(config-if)#ip address 192.1.23.2 255.255.255.0 
R2(config-if)#no shut 
R2(config-if)# 
%LINK-5-CHANGED: Interface GigabitEthernet0/0, changed state to up 
R2(config-if)#int lo 0 
R2(config-if)# 





%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, changed state 
to up 
R2(config-if)#ip address 2.2.2.2 255.255.0.0 
R2(config-if)#int lo 1 
R2(config-if)# 
%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Int Lo1, changed state to up 
R2(config-if)#ip address 12.1.0.1 255.255.0.0 
R2(config-if)#exit 
 
1.3. Direccionando R3 
 
R3(config)#int s0/0/0 
R3(config-if)#ip address 192.1.34.3 255.255.255.0 
R3(config-if)#clock rate 64000 
R3(config-if)#no shut 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to down 
R3(config-if)#int g0/0 
R3(config-if)#ip address 192.1.23.3 255.255.255.0 
R3(config-if)#no shut 
R3(config-if)# 
%LINK-5-CHANGED: Interface GigabitEthernet0/0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Int GigabitEther0/0, changed state to 
up 
R3(config-if)#int lo 0 
R3(config-if)# 
%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Int Loopback0, changed state to up 
R3(config-if)#ip address 3.3.3.3 255.0.0.0 
R3(config-if)#int lo 1 
R3(config-if)# 
%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Int Lo1, changed state to up 
R3(config-if)#ip address 13.1.0.1 255.255.0.0 
R3(config-if)#exit 
 
1.4. Direccionamiento 4 
 
R4(config)#no ip domain-lookup 
R4(config)#line con 0 





R4(config-line)#exec-timeout 0 0 
R4(config-line)#int s0/0/0 
R4(config-if)#ip addres 192.1.34.4 255.255.255.0 
R4(config-if)#no shut 
R4(config-if)# 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
R4(config-if)#int lo 0 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, changed state 
to up 
R4(config-if)#int lo 0 
R4(config-if)# 
%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, changed state 
to up 
R4(config-if)#ip addres 4.4.4.4 255.0.0.0 
R4(config-if)#int lo 1 
R4(config-if)# 
%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, changed state 
to up 




2. Configure una relación de vecino BGP entre R1 y R2. R1 debe estar en 
AS1 y R2 debe  star en AS2. Anuncie las direcciones de Loopback en 
BGP. Codifique los ID para los routers BGP como 22.22.22.22 para R1 y 
como 33.33.33.33 para R2.  Presente el paso a con los comandos 
utilizados y la salida del comando show ip route. 
 
2.1. Para R1 
R1(config)#router bgp 1 
R1(config-router)#bgp router-id 22.22.22.22 
R1(config-router)#network 192.1.12.0 mask 255.255.255.0 
R1(config-router)#network 1.0.0.0 mask 255.0.0.0 
R1(config-router)#network 11.1.0.0 mask 255.255.0.0 
R1(config-router)#neighbor 192.1.12.2 remote-as 2 
2.2. Para R2 
R2(config)#router bgp 2 





R2(config-router)#network 192.1.12.0 mask 255.255.255.0 
R2(config-router)#network 2.0.0.0 mask 255.0.0.0 
R2(config-router)#network 12.1.0.0 mask 255.255.0.0 
R2(config-router)#network 192.1.23.0 mask 255.255.255.0 
R2(config-router)#neighbor 192.1.12.1 remote-as 1 
R2(config-router)#neighbor 192.1.23.3 remote-as 3 %BGP-5-ADJCHANGE: 
neighbor 192.1.12.1 Up 
R2(config-router)#neighbor 192.1.23.3 remote-as 3  









Ilustración 3. Show ip route. En R1 
3. Configure una relación de vecino BGP entre R2 y R3. R2 ya debería estar 
configurado en AS2 y R3 debería estar en AS3. Anuncie las direcciones 
de Loopback de R3 en BGP. Codifique el ID del router R3 como 
33.33.33.33. Presente el paso a con los comandos utilizados y la salida 





3.1. Para R3 
R3(config)#router bgp 3 
R3(config-router)#bgp router-id 44.44.44.44 
R3(config-router)#network 192.1.34.0 mask 255.255.255.0 
R3(config-router)#network 192.1.23.0 mask 255.255.255.0 
R3(config-router)#network 13.1.0.0 mask 255.255.0.0 
R3(config-router)#network 3.0.0.0 mask 255.0.0.0 
R3(config-router)#neighbor 192.1.34.4 remote-as 4 
R3(config-router)#neighbor 192.1.23.2 remote-as 2  
R3(config-router)#%BGP-5-ADJCHANGE: neighbor 192.1.23.2 Up 
 
 
3.2. Salida del comando show ip route. En R3 
 
 
Ilustración 4. Show ip route. En R3 
 
 
4. Configure una relación de vecino BGP entre R3 y R4. R3 ya debería estar 
configurado en AS3 y R4 debería estar en AS4. Anuncie las direcciones 
de Loopback de R4 en BGP. Codifique el ID del router R4 como 
44.44.44.44. Establezca las relaciones de vecino con base en las 





Loopback 0 del otro router. No anuncie la Loopback 0 en BGP.  Anuncie 
la red Loopback de R4 en BGP. Presente el paso a con los comandos 
utilizados y la salida del comando show ip route. 
 
4.1. Para R4 
R4(config)#router bgp 4 
R4(config-router)#bgp router-id 66.66.66.66 
R4(config-router)#network 192.1.34.0 mask 255.255.255.0 
R4(config-router)#network 14.1.0.0 mask 255.255.0.0 
R4(config-router)#network 4.0.0.0 mask 255.0.0.0 
R4(config-router)#neighbor 192.1.34.3 remote-as 3 
 
 










4.3. Para pruebas, se hace ping desde R1 a las Lo 0 de los demás routers y 
a la interfaz s1/0 de R4  
 
 
Ilustración 6. Ping desde R1 a las Loopback0 
 
 



















Topología de red 
 
 
Ilustración 8. Escenario 2 
 
Parte 1: Configurar la red de acuerdo con las especificaciones. 
 
 





5. Configurar VTP 
 
5.1. Todos los switches se configurarán para usar VTP para las 
actualizaciones de VLAN. El switch SW-BB se configurará como el 
servidor. Los switches SW-AA y SW-CC se configurarán como 
clientes. Los switches estarán en el dominio VPT llamado CCNP y 
usando la contraseña cisco.   
 
5.1.1. Para SW-BB 
 
SW-BB(config)#vtp domain CCNP 
Domain name already set to CCNP. 
SW-BB(config)#vtp version 2 
VTP mode already in V2. 
SW-BB(config)#vtp mode server 
Device mode already VTP SERVER. 
SW-BB(config)# 
 
5.1.2. Para SW-AA 
 
SW-AA(config)#vtp domain CCNP 
Domain name already set to CCNP. 
SW-AA(config)#vtp version 2 
VTP mode already in V2. 
SW-AA(config)#vtp mode client 
Setting device to VTP CLIENT mode. 
SW-AA(config)#vtp password cisco 
Password already set to cisco 
 
5.1.3. Para SW-CC 
 
SW-CC(config)#vtp domain CCNP 
Domain name already set to CCNP. 
SW-CC(config)#vtp version 2 
Cannot modify version in VTP client mode 





Device mode already VTP CLIENT. 
SW-CC(config)#vtp password cisco 




5.2. Verifique las configuraciones mediante el comando show vtp status. 
 
5.2.1. Para SW-BB 
 
 





5.2.2. Para SW-AA 
 
Ilustración 11. Show vtp status. En SW-AA 
6. Configurar DTP (Dynamic Trunking Protocol) 
 
6.1. Configure un enlace troncal ("trunk") dinámico entre SW-AA y SW-BB. 
Debido a que el modo por defecto es dynamic auto, solo un lado del 
enlace debe configurarse como dynamic desirable. 
 
6.1.1. Para SW-AA 
SW-AA(config)#int fas0/1 
SW-AA(config-if)#switchport mode trunk 
SW-AA(config-if)#switchport mode dynamic desirable 
 
SW-AA(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/1, changed 








SW-BB(config-if)#switchport mode trunk 
 
6.2. Verifique el enlace "trunk" entre SW-AA y SW-BB usando el comando 
show interfaces trunk. 
 
 
Ilustración 12. Show interfaces trunk. En SW-AA 
 
 






6.3. Entre SW-AA y SW-BB configure un enlace "trunk" estático utilizando 
el comando  switchport mode trunk en la interfaz F0/3 de SW-AA 
 




Enter configuration commands, one per line. End with CNTL/Z. 
SW-AA(config)#int fas0/3 
SW-AA(config-if)#switchport mode trunk 
 



















6.5. Configure un enlace "trunk" permanente entre SW-BB y SW-CC.  
 
6.5.1 Para SW-BB 
SW-BB(config)#int fas0/3 
SW-BB(config-if)#swit 
SW-BB(config-if)#switchport mode trunk 
 
6.5.2. Para SWT3 
SW-CC(config)#int fas0/1 
SW-CC(config-if)#swit 
SW-CC(config-if)#switchport mode trunk 
 
7. Agregar VLANs y asignar puertos. 
7.1. En SW-AA agregue la VLAN 10. En SW-BB agregue las VLANS Compras 













SW-BB(config-vlan)#Vlan 99 Admin 
SW-BB(config-vlan)#ex 
SW-BB(config)#vlan  










7.1. Verifique que las VLANs han sido agregadas correctamente 
 
 
Ilustración 15. VLANs en SW-AA. 
7.2. Asocie los puertos a las VLAN y configure las direcciones IP de 
acuerdo con la siguiente tabla. 
Interfaz  VLAN  Direcciones IP de los PCs  
F0/10  VLAN 10  190.108.10.X / 24  
F0/15  VLAN 25  190.108.20.X /24  
F0/20  VLAN 30  190.108.30.X /24  
X = número de cada PC particular 
Tabla 2. Configuración VLAN  
 
7.3. Configure el puerto F0/10 en modo de acceso para SW-AA, SW-BB y 
SW-CC y asígnelo a la VLAN 10. 
 
7.4. Repita el procedimiento para los puertos F0/15 y F0/20 en SW-AA, SW-
BB y SW-CC. Asigne las VLANs y las direcciones IP de los PCs de 






7.4.1. Para SW-AA 
 
SW-AA(config)#int fas 0/10 
SW-AA(config-if)#swit 
SW-AA(config-if)#switchport mode access 
SW-AA(config-if)#swit 
SW-AA(config-if)#switchport access vlan 10 
SW-AA(config-if)#int fas 0/15 
SW-AA(config-if)#switchport mode access 
SW-AA(config-if)#switchport access vlan 25 
SW-AA(config-if)#int fas0/20 
SW-AA(config-if)#switchport mode access 




7.4.2. Para SW-BB 
 
SW-BB(config)#int fas 0/10 
SW-BB(config-if)#switchport mode access 
SW-BB(config-if)#switchport access vlan 10 
SW-BB(config-if)#int fas 0/15 
SW-BB(config-if)#switchport mode access 
SW-BB(config-if)#switchport access vlan 25 
SW-BB(config-if)#int fas0/20 
SW-BB(config-if)#switchport mode access 




7.4.3. Para SW-CC 
 
 
SW-CC(config)#int fas 0/10 
SW-CC(config-if)#switchport mode access 
SW-CC(config-if)#switchport access vlan 10 
SW-CC(config-if)#int fas 0/15 
SW-CC(config-if)#switchport mode access 






SW-CC(config-if)#switchport mode access 




Ilustración 16. IP de los PCs de Compras con la tabla 
 
 







Ilustración 18. IP de los PCs de Planta 30 acuerdo con la tabla 
8. Configurar las direcciones IP en los Switches. 
 
8.1. En cada uno de los Switches asigne una dirección IP al SVI (Switch 
Virtual Interface) para VLAN 99 de acuerdo con la siguiente tabla de 
direccionamiento y active la interfaz. 
 
Equipo  Interfaz  Dirección IP  Máscara 
SWT1  VLAN 99  190.108.99.1  255.255.255.0  
SWT2  VLAN 99  190.108.99.2  255.255.255.0  
SWT3  VLAN 99  190.108.99.3  255.255.255.0  
 




SW-AA(config)#int vlan 99 
SW-AA(config-if)# 
%LINK-5-CHANGED: Interface Vlan99, changed state to up 
 












SW-BB(config)#int vlan 99 
SW-BB(config-if)# 
%LINK-5-CHANGED: Interface Vlan99, changed state to up 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan99, changed state to 
up 
 





SW-CC(config)#int vlan 99 
SW-CC(config-if)# 
%LINK-5-CHANGED: Interface Vlan99, changed state to up 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan99, changed state to 
up 
 




9. Verificar la conectividad Extremo a Extremo 
 
9.1. Ejecute un Ping desde cada PC a los demás. Explique por qué el ping 










Ilustración 19. Ping desde  PC Compras 
 
 






 PC Compras 10 solo genera pines exitosos a los demas pcs, configurados 
con la misma vlan. 
9.1.2. Desde Personal 25 
 
Ilustración 21. Ping  desde  PC Personal  
 
 





 PC Personal 25 solo genera pines exitosos a los demás pcs, configurados 
con la misma vlan. 
 
Ilustración 23. Ping  desde  PC Planta  
 
 
Ilustración 24. Ping  Fallidos desde  PC Planta  
 
 PC Planta 30 solo genera pines exitosos a los demas pcs, configurados con 
la misma vlan. 
 
9.2. Ejecute un Ping desde cada Switch a los demás. Explique por qué el 






9.2.1. Desde SW-AA a los demás 
 
Ilustración 25. Ping   desde  SW-AA 
9.2.1. Desde SW-BB a los demás 
 





9.2.2. Desde SW-CC a los demás 
 
Ilustración 27. Ping   desde  SW-CC 
 
9.3. Ejecute un Ping desde cada Switch a cada PC. Explique por qué el 
ping tuvo o no tuvo éxito. 
 
 Todos los pines realizados desde los Switches a los pcs, son fallidos 
debido a que no  hay una ip en  las vlan  de los  switch que sirva como  
puerta de enlace para los pcs. 
 
 










Por medio de la solución de este trabajo, se ha puesto en práctica los conocimientos 
adquiridos en transcurso del curso y la solución de las lecciones evaluativas en el 
entorno de cisco. 
 
Los escenarios propuestos mostraron las capacidades en configuración de 
dispositivos  Vlan que permiten ejecutar la segmentación de una red, logrando 
con esto o la comunicación entre dispositivos específicos según sea el segmento 
y/o en otro caso el bloqueo al que pertenezca cada dispositivo sin importar su 
ubicación física. 
 
Se implementa los diferentes tipos de red que permiten conexión entre diferentes 
dispositivos y tipos de red ajustadas a las necesidades del usuario. 
 
Se implementa de conocimientos de configuración de los router y switch, aprendidos 
durante los estudios del CCNA y el diplomado CCNP de CISCO, para la solución de 
los problemas planteados, nos ayudó en la solución de los dos escenarios dados en 
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Simulación del Escenario 2 en el software Packet Tracer 
 
 
https://drive.google.com/open?id=1KDgWHmMOFun0Mc61cpxZsmbZaJidQBcT 
 
