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Information Technology Committee 
Report of April 7, 2010 
 
The IT Committee met April 7.  The IT Committee plus interested faculty John Gallagher and Robert 
Gilkey discussed a number of the CaTS initiatives referred to us by the Faculty Executive Committee.  
The status of our recommendations and discussion is below.  Please refer to the CaTS proposal 
document at http://www.wright.edu/admin/senate/senators/ProposedPolicies.html for more complete 
explanation and timeline.  The numbers correspond to the CaTS proposals.   
 
• #4 Reestablishing authentication on all wireless networks  
 
There were numerous questions about the Safe Connect software.  There were concerns about the 23 
hour login and the authentication client.  After discussion, it was agreed that CaTS technical personnel 
will meet with interested faculty to answer the questions.  A conference call could be arranged with the 
vendor.  John Gallagher and Larry Fox are coordinating this meeting.  The technical coordinators of the 
various colleges will be invited.   The conclusions of this meeting will be reported back to the IT 
Committee on April 28. 
  
• #1 Rogue wireless access points  
 
This item will also receive further discussion at the meeting with CaTS, faculty and the college technical 
coordinators. 
 
• #2 Full disk encryption on laptops and selective desktop computers  
 
After discussion the IT Committee voted to recommend approval of the full disk encryption on all 
laptops. 
 
• #6 Wings Express PIN policy  
 
The committee recommended approval of the project to update the Wings Express Pin.  The tentative 
timeline is mid to late May.  Since it affects the entire university at once, the committee recommended 
coordinating the dates with the Registrar. 
 
• #7 Major change Workflow  
 
The IT Committee voted to recommend that this project continue and that the IT Committee be kept 
informed of the status. 
 
• #9 New VPN  
 
The committee voted to recommend that this project proceed.  CaTS can inform the user community 
through a general email plus an email targeted to the specific users. 
 
 
 
• #14 Secure transmission of sensitive data in email  
 
This project originally included a request to not forward sensitive data in email.  This proposal will be 
split into two projects with the mail forwarding to be addressed later.  CaTS will rewrite and bring both 
projects to the next meeting.   
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