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Introduzione
Questo elaborato è stato interamente realizzato nel corso dei sei mesi di stage
svolti presso la IDS Ingegneria Dei Sistemi S.p.A. L’argomento di questa tesi
è la progettazione, realizzazione e validazione della scheda elettronica per il
controllo della ridondanza di un sensore radar per applicazioni ferroviarie.
La suddetta scheda rappresenta il componente fondamentale di una possibile
evoluzione architetturale del sensore radar interno al sistema radar SIRIO
(attualmente in fase di collaudo lungo la linea ferroviaria alta velocità Roma
- Napoli), sviluppato da IDS e commissionato da INTECS per RFI (Rete Fer-
roviaria Italiana). Tale evoluzione architetturale garantirà, pur continuando
a soddisfare le normative di sicurezza, un significativo abbattimento dei costi
di produzione (intorno al 50%) e un miglioramento del sistema in termini di
complessità e prestazioni. Questo elaborato descrive le fasi di progettazione
e validazione sia per quanto riguarda la parte hardware della scheda che per
il firmware di controllo della logica programmabile.
Nel capitolo 1 viene introdotto il sistema SIRIO, illustrandone il funzio-
namento ed il principio alla base della tecnologia radar utilizzata. Inoltre,
al termine del capitolo, una particolare attenzione è dedicata al cambiamen-
to di architettura introdotto nel sensore radar rispetto alla sua precedente
versione.
Nel capitolo 2 vengono descritte le normative di sicurezza necessarie per
applicazioni in ambito ferroviario. Viene inoltre fornita una panoramica sul-
l’analisi di sistema effettuata sulla precedente versione del sensore radar volta
a verificarne il soddisfacimento delle specifiche di sicurezza. Questa analisi,
oltre a permettere una maggiore comprensione dei vincoli progettuali, evi-
denzierà il possibile soddisfacimento delle specifiche di sicurezza da parte del
nuovo sensore.
Il capitolo 3 illustra la progettazione hardware della scheda, la messa a
fuoco dei requisiti richiesti, l’architettura scelta e la suddivisione dei requisiti
implementati dalla scheda tra firmware e hardware. Il capitolo descrive inol-
tre i componenti utilizzati, approfondisce il rumore introdotto nella catena
di ricezione analogica presente sulla scheda svolgendo un’analisi del rumo-
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re introdotto dallo stadio amplificatore fully differential utilizzato e termina
mostrando gli accorgimenti presi per la realizzazione del PCB e lo stack-up
ottenuto.
Nel capitolo 4 viene mostrata l’intera fase di sviluppo del codice VHDL
necessario a sintetizzare il firmware di controllo caricato della logica program-
mabile, illustrando come questo sia stato testato per verificarne il rispetto
dei requisiti funzionali e delle normative di sicurezza per il software in ambito
ferroviario.
Il capitolo 5 mostra come, una volta realizzata la scheda e testato il codice
VHDL, sia stato organizzato il piano di qualifica e debug, il banco di test
(test bed) che ne è derivato ed i test che questo ha permesso di eseguire.
Infine, nel capitolo 6 oltre a fare il punto della situazione sullo stato d’a-
vanzamento del progetto della scheda RCB e sui risultati ottenuti finora viene
presentato un possibile sviluppo futuro del sensore radar volto a semplificare




SIRIO (SI-stema RI-levamento O-stacoli) è un sistema dedicato alla se-
gnalazione di ostacoli su un tratto di linea ferroviaria. Il sistema SIRIO è
composto da N nodi indipendenti detti nodi SIRIO, generalmente posizionati
lungo la linea in corrispondenza di un cavalcavia o di un tunnel, dove è mag-
giore la probabilità di ostacoli che possano impedire la regolare marcia dei
treni. Ogni nodo SIRIO si interfaccia ad un computer remoto e al sistema
di segnalamento ferroviario tramite una connessione LAN o WI-FI fornendo
continuamente informazioni sullo stato dell’area monitorata.
Un generico nodo SIRIO comprende:
• Un sottosistema radar.
• Un sottosistema di elaborazione.
Il sottosistema radar, su comando del sottosistema di elaborazione, ha
il compito di monitorare la zona di osservazione (ovvero la zona all’inter-
no della quale si vuole rilevare gli ostacoli) e di comunicare al sottosistema
di elaborazione informazioni riguardanti un’eventuale presenza di ostacoli o
di treni in transito. Il rilevamento di treni è necessario per distinguere un
treno in transito nella zona di osservazione da un ostacolo potenzialmente
pericoloso, evitando così un’indebita segnalazione di presenza ostacolo.
Il sottosistema di elaborazione invia comandi al sottosistema radar e rice-
ve in risposta informazioni su eventuali ostacoli, treni in transito e/o eventuali
diagnostiche di malfunzionamento. In caso le informazioni ricevute eviden-
ziassero la presenza di un ostacolo nella zona di osservazione, il sottosistema
di elaborazione ne segnalerà la presenza ad un computer remoto e al siste-
ma di segnalamento ferroviario in modo da avvisare i treni dell’ostacolo ed
arrestarli in sicurezza.
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In figura 1.1 è mostrato lo scenario di un generico nodo SIRIO installato
presso un cavalcavia. Si notino il sottosistema radar, la zona di osservazione
e il sottosistema di elaborazione evidenziati in tratteggio.
Figura 1.1: Generico nodo SIRIO installato presso un cavalcavia.
La figura 1.2 mostrata invece una fotografia scattata ai due sensori radar
di un nodo SIRIO installato presso un cavalcavia.
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Figura 1.2: Fotografia raffigurante due sensori radar di un nodo SIRIO posti
ai due lati di un cavalcavia durante un test sulla linea AV (Alta Velocità)
presso Creti.
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1.1 Il sottosistema radar
Come precedentemente accennato, lo scopo del sottosistema radar è quello di
rispondere ai comandi inviati dal sottosistema di elaborazione, informandolo
della presenza di eventuali ostacoli nella zona di osservazione o di treni in
transito, fornendo informazioni quali posizione, dimensione e velocità. Il
sottosistema radar di un generico nodo SIRIO installato presso un cavalcavia
è composto da quattro sensori radar: due per ogni lato del cavalcavia e due
per ogni linea ferroviaria. Ad ogni sensore radar è associato uno scatteratore
o riflettore di riferimento (K), posto nelle vicinanze del sensore radar (al
limite della zona di osservazione) per funzioni di autodiagnosi.
La figura 1.3 evidenza i quattro sensori radar, ognuno con relativo scat-
teratore, che compongono il sottosistema radar di un generico nodo SIRIO.
In figura 1.4 è invece mostrato uno schema funzionale di un nodo SIRIO nel
quale vengono messe in risalto le principali interfacce di comunicazione tra i
due sottosistemi, ovvero l’interfaccia per l’alimentazione, la comunicazione e
per il sincronismo.
Figura 1.3: Scenario di installazione di un generico nodo SIRIO presso un
cavalcavia, notare i quattro sensori radar con i rispettivi scatteratori (k) posti
ai limiti della zona di osservazione.
15
Figura 1.4: Diagramma funzionale di un generico nodo SIRIO con relative
interfacce interne tra i sottosistemi.
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1.1.1 La tecnologia radar del sensore
Sebbene non rientri negli obiettivi di questa tesi approfondire i principi radar
alla base del sensore del generico nodo SIRIO, si ritiene comunque utile ed
interessante fornire una breve e certamente non esaustiva trattazione sui
concetti alla base del funzionamento del sensore e sulle tecniche di processing
radar utilizzate in modo da facilitare la comprensione del resto del testo.
L’acronimo RADAR significa Radio Detection and Ranging e caratte-
rizza tutti i sistemi progettati per rilevare la presenza di bersagli mediante
onde radio e caratterizzarne alcuni parametri fisici come distanza e veloci-
tà. Il funzionamento del radar si basa sul fenomeno fisico della riflessione
della radiazione elettromagnetica (backscattering) nel momento in cui questa
colpisce un oggetto con costante dielettrica differente da quella del mezzo di
propagazione. Una parte dell’onda elettromagnetica re-irradiata sarà diretta
verso il sensore ed il segnale che raggiunge il ricevitore, detto anche eco pro-
dotto dal bersaglio, produrrà un segnale elettrico ai morsetti dell’antenna il
quale potrà essere elaborato per ottenere i parametri fisici desiderati.
Lo schema più semplice e del tutto generale di un apparato radar è quello
rappresentato nella figura sottostante. In esso è presente il trasmettitore,
che ha la funzione di generare ed irradiare attraverso l’antenna un’opportuna
forma d’onda con una certa potenza ed il ricevitore, che ha il compito di
rilevare ed elaborare correttamente l’eventuale eco di ritorno da un bersaglio
presente nello spazio circostante.
Figura 1.5: Principio di funzionamento del radar.
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Il generico sensore radar del sistema SIRIO appartiene alla categoria dei
radar ad onda continua (CW Continuos Wave) e più precisamente alla sot-
tocategoria dei radar LFMCW (Linear Frequency Modulated Continuos
Wave). Nei radar ad onda continua, contrariamente ai radar a impulsi, il
trasmettitore genera un’oscillazione sinusoidale continua nel tempo. Nello
specifico caso dei radar LFMCW, l’oscillazione viene modulata linearmente
in frequenza realizzando così quello che viene comunemente chiamato in am-
bito telecomunicazionistico segnale chirp1, che sarà poi trasmesso nell’etere
dall’antenna.
Nella figura sottostante si può vedere lo schema di principio del radar
FMCW, in evidenza il segnale chirp trasmesso e quello ricevuto traslati del
tempo impiegato dall’onda elettromagnetica ad arrivare al bersaglio e tor-
nare indietro (in gergo round trip time). In basso invece è rappresentata la
frequenza istantanea del segnale di battimento (o mixed signal) tra segnale
trasmesso e ricevuto.
Figura 1.6: Forme d’onda concettualmente inviate e ricevute da un radar
FMCW. In basso invece è rappresentato il battimento istantaneo tra segnale
trasmesso e ricevuto.
1Chirp: segnale la cui frequenza varia linearmente con il tempo, crescendo (up-chirp) o
decrescendo (down-chirp). Il termine chirp deriva dall’inglese ed indica un suono corto e
acuto come quello emesso da un uccello. Riproducendo il segnale chirp in onde acustiche
infatti, si ottiene una sorta di fischio che, come nel caso dell’up-chirp, diventa più acuto
con il crescere del tempo.
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Un radar di questo tipo ha la possibilità di misurare la distanza tra il
bersaglio ed il ricevitore, la velocità radiale tra essi e l’angolazione del ber-
saglio, mediante la misurazione della variazione di frequenza tra il segnale di
ritorno e quello trasmesso.
Nella figura 1.6 il rapporto tra round trip time e il periodo di ripetizione
del segnale chirp è stato fortemente esasperato rispetto al normale a scopo
illustrativo, motivo per il quale in verità la variazione di frequenza tra onda
trasmessa e ricevuta vale ∆f2 solamente per una piccola porzione di tem-
po. Sebbene anche questa variazione contenga al suo interno l’informazione
sulla distanza del radar dal bersaglio, essa ha una durata così breve che,
per non incorrere in problemi di campionamento, in molti radar si preferisce
campionare ed elaborare solo la parte di segnale a duty cicle maggiore. Di
conseguenza d’ora in avanti verrà considerata come differenza di frequenza
tra segnale trasmesso e ricevuto solamente ∆f . Nell’esempio della figura 1.6
la scelta ricadrebbe sulla parte di periodo in cui la frequenza del segnale di
battimento vale ∆f .
Stima della distanza del bersaglio
La funzione primaria di un sistema radar è quella di stimare la distanza
dei bersagli nella scena osservata. Nell’ipotesi di bersaglio fermo, per un
radar LFMCW, la misura della variazione istantanea di frequenza tra segnale
emesso e ricevuto (∆f) è direttamente proporzionale al round trip time (∆t).










f2 − f1 (1.2)
Nella quale T è il periodo del segnale chirp, f2 − f1 la sua escursione
in frequenza e ∆f la variazione di frequenza misurata dal radar fra onda
incidente e onda di ritorno. Sostituendo ∆t nell’equazione della distanza si
ottiene la seguente formula:
D =
c ·∆f · T
2 · (f2 − f1) (1.3)
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Dove l’unica incognita è il ∆f , ovvero la frequenza del segnale di bat-
timento. Applicando ad esempio al segnale di battimento opportunamen-
te campionato la trasformata discreta di Fourier (DFT), si ricava, seppur
quantizzato, lo spettro del segnale dove la distanza dall’origine al picco sarà
proprio il ∆f cercato. Quest’ultimo, come si vede dalla formula precedente,
risulta essere proporzionale alla distanza dal bersaglio. Si può infatti osser-
vare dall’equazione 1.3 che distanza e frequenza risultano essere direttamente
proporzionali.
Nel caso più generale di bersagli multipli saranno presenti più segnali
chirp ricevuti, traslati l’uno rispetto all’altro di un tempo proporzionale alla
distanza tra i bersagli. In questo caso il segnale ricevuto sarà formato da più
componenti frequenziali e di conseguenza lo spettro conterrà più frequenze,
di cui quelle più alte apparterranno a bersagli più lontani mentre quelle più
basse a quelli più vicini.
Nella figura sottostante si può vedere un esempio di spettro di due bersagli
disposti rispettivamente a 100m e 110m dal radar.
Figura 1.7: Esempio di spettro di due bersagli fermi.
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Stima della velocità del bersaglio
Nel caso di bersaglio in moto con una velocità radiale rispetto al radar, si
avrà una variazione Doppler (Doppler shift) del segnale di ritorno. L’effetto
doppler utilizzato nei radar è lo stesso fenomeno fisico trattato a fisica nelle
scuole superiori per descrivere il cambio di tono della sirena di un’ambulanza
che si avvicina o allontana da un ascoltatore.
Figura 1.8: Concetto di variazione doppler applicato alle onde sonore per-
cepite da un osservatore nei confronti di un autovettura che si avvicina o si
allontana
Naturalmente nei radar si è interessati alla variazione della frequenza
dell’onda elettromagnetica causata dal movimento relativo fra trasmettitore
(sorgente) e ricevitore che si propagano dal radar verso un bersaglio in mo-
vimento e tornano indietro. Se la distanza dal bersaglio è R il numero totale
di lunghezze d’onda λ nel percorso di andata e ritorno risulterà pari a 2R
λ
.
Ad ogni lunghezza d’onda sarà associata una variazione di fase del segnale
di 2pi radianti, la variazione totale di fase nei due percorsi sarà quindi:






Se il bersaglio è in moto relativo verso il radar, R cambierà così come la fa-
se. Differenziando poi l’equazione rispetto al tempo si ottiene il cambiamento

















Questa variazione doppler si somma alla variazione di frequenza dovuta
alla distanza del bersaglio dal radar (round trip time) come nel caso di ber-
saglio fermo. Quindi, diversamente dal caso di bersaglio fermo, la frequenza
di battimento contiene sia l’informazione sulla velocità radiale istantanea del
bersaglio, che sulla sua distanza. Nella figura seguente si può vedere come
i due effetti (doppler e ritardo dovuto alla distanza) modifichino la forma
d’onda ricevuta.
Figura 1.9: Forme d’onda concettualmente inviate e ricevute da un radar
FMCW nel caso di singolo bersaglio in movimento. Notare il differente punto
di inizio delle rampe inviate e ricevute dovuto all’effetto doppler.
Per ricavare la distanza del bersaglio, il radar viene progettato in modo
che la variazione di frequenza per effetto doppler risulti molto minore rispetto
a quella per effetto della distanza del bersaglio dal radar. Questo fa sì che
si possa calcolare la distanza dell’oggetto (come visto precedentemente nel
caso di bersaglio fermo) trascurando completamente l’effetto doppler.
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Per stimare la velocità di un bersaglio si utilizza l’informazione data dalla
variazione di fase del segnale ricevuto su un tempo più lungo della durata
della rampa chirp. Si inviano quindi M rampe consecutivamente e si cam-
piona il segnale di battimento ad una frequenza tale da ottenere N campioni
per dente di sega in modo da ricavare la distanza del bersaglio, dopodiché i
vari campioni vengono memorizzati all’interno di una matrice di dimensione
NxM. Il metodo utilizzato per risalire a distanza e velocità di un treno nel
sensore radar è basato principalmente sull’utilizzo della trasformata discreta
di fourier in due dimensioni (2D FFT). La trasformata 2D della matrice è
ottenuta nel seguente modo: per ogni riga fissata si effettua la trasformata
discreta di Fourier monodimensionale (1D) degli elementi della stessa (DFT
di range); ripetendo questa operazione per tutte le righe si ottiene una nuova
tabella NxM. Successivamente si passa a effettuare la trasformata discreta di
fourier 1D degli elementi di ogni colonna (DFT di Doppler), ottenendo così
quella che viene denominata matrice range/doppler. Quest’ultima mostrerà
lungo un asse (quello composto da N campioni) la distanza del bersaglio e
lungo l’altro (quello composto da M campioni) la sua velocità. L’utilizzo
della trasformata di fourier-2D è alla base del processing della maggior parte
dei radar FMCW. Nella figura 1.10 sono raffigurati concettualmente i passi
logici appena descritti per ricavare la matrice range/doppler.
Figura 1.10: Principio della FFT-2D nel processing radar FMCW per la
costruzione della matrice range/doppler.
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Le immagini 1.11 e 1.12 raffigurano due esempi di matrice range/doppler
ottenuta con il procedimento sopracitato durante un test di SIRIO sull’an-
tenna TT-R. Le matrici riguardano due frame consecutivi, ovvero distanziati
di 275ms (il periodo del segnale di sincronismo).
Figura 1.11: Esempio di plottaggio su Matlab del modulo dei valori ottenuti
da una FFT 2D applicata alla matrice dei campioni del segnale di battimento,
notare come la matrice range/doppler evidenzi la presenza di un treno in
movimento a circa 40m/s (140km/h circa) posto a 60m di distanza dal radar.
Figura 1.12: Esempio di plottaggio su Matlab del modulo dei valori ottenuti
da una FFT 2D applicata alla matrice dei campioni del segnale di battimento,
notare come la matrice range/doppler evidenzi la presenza di un treno in
movimento a circa 40m/s (140km/h circa) posto a 50m di distanza dal radar.
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Stima dell’angolazione del bersaglio
Se si è interessati a distinguere oggetti posti alla stessa distanza dal radar ma
a differenti angolazioni (in gergo azimut2), piuttosto che a differenti velocità
(come nel caso della funzionalità rilevamento ostacoli RO descritta in segui-
to), un possibile approccio consiste nell’utilizzo di un array di M antenne.
Tradizionalmente si utilizza un array lineare uniformemente campionato. Su
ognuna delle M antenne si effettua il medesimo processo di trasmissione e
ricezione del segnale discusso precedentemente che prevede il campionamen-
to (N volte) del battimento del segnale ricevuto ottenendo così una matrice
NxM come nel caso precedente. La differenza è che stavolta quest’ultima non
sarà composta dagli N campioni del segnale di battimento inviato M volte
dal medesimo elemento radiante, ma dagli N campioni del segnale preso da
M elementi radianti differenti. Nella figura sottostante è mostrato un array
di cinque elementi radianti con in evidenza la differenza di percorso dell’onda
tra un elemento e l’altro. L’ipotesi è quella di bersaglio lontano per cui risulti
valida l’approssimazione a raggi paralleli.
Figura 1.13: Array di elementi radianti con in evidenza la differenza di
percorso della radiazione elettromagnetica tra un elemento e l’altro.
2Azimut (dall’arabo as-sûmut, le direzioni, plurale di as-samat, scritto a volte anche
azimut, termine corrispondente in lingua inglese): un angolo tra un punto e un piano di
riferimento. È un termine usato prevalentemente nel campo dell’orientamento topografico,
in astronomia, e in aeronautica.
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Irradiando con un elemento alla volta dell’array e ipotizzando valida l’ap-
prossimazione a raggi paralleli (bersaglio lontano), si avrà un differenza di
fase tra segnali ricevuti tra un’antenna e l’altra che dipenderà dall’angolo dal
quale è provenuta la riflessione. In riferimento all’immagine soprastante si
può vedere come d, ovvero la metà della differenza di percorsi di andata e
ritorno tra un’antenna e la successiva, varia con l’angolo del bersaglio. La
differenza di percorso 2d sarà banalmente ricavabile dalla formula:
d = L · sin θ (1.7)
Di conseguenza la differenza di fase ∆φ tra il segnale ricevuto da un





· 2d = 4pi
λ
· L · sin θ (1.8)
Nel caso di singolo bersaglio è possibile risalire all’azimut utilizzando uni-








In generale la differenza di fase ∆φi tra il segnale ricevuto dalla prima




· 2di = 4pi
λ
· L · i · sin θ (1.10)
Ovvero un bersaglio posizionato all’azimut θ produce una variazione di
fase lineare, proporzionale a θ su tutti i canali dell’array. Questa variazio-
ne è attribuibile ad una pulsazione o frequenza spaziale fs univocamente








Nel caso di bersagli multipli alla medesima distanza è possibile distinguer-
li mediante un processing basato su una FFT 2D, calcolando così per ogni
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riga (canale d’antenna) la distanza dal bersaglio e per ogni colonna (distanza)
l’angolo di provenienza. L’output di questo processing è una matrice MxN
in cui ogni elemento rappresenta una cella range/azimuth la cui ampiezza è
proporzionale al segnale ricevuto da quella cella e quindi all’ RCS3 dell’o-
stacolo. A prescindere dalla diversa natura del fenomeno fisico i passi per
ricavare la matrice range/doppler e la matrice range/azimut partendo dalla
matrice MxN sono del tutto identici, ovvero tramite l’ausilio della FFT 2D
precedentemente descritta. La differenza tra i due metodi consiste solamente
nel modo in cui questa matrice viene ottenuta.
In figura 1.14 sono raffigurati concettualmente i passi logici appena de-
scritti per ricavare la matrice range/azimut.
Figura 1.14: Principio della FFT-2D nel processing radar FMCW per la
costruzione della matrice range/azimut.
3Radar Cross-Section (RCS) è la misura di quanto è rilevabile un bersaglio con un
radar. Un RCS alto significa che il bersaglio è più facile da rilevare. Un insieme di
differenti fattori determina come l’energia elettromagnetica ritorna dopo aver colpito il
bersaglio, come materiale di cui è fatto, dimensione, angolo di impatto con la superficie
ecc..
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La figura 1.15 mostra un esempio di matrice range/azimut ottenuta con
il procedimento sopracitato durante un test di SIRIO sull’antenna RO. Per
facilitare la lettura dell’immagine è stata adottata una rappresentazione po-
lare.
Figura 1.15: Esempio di plottaggio su Matlab del modulo dei valori ottenuti
da una FFT 2D applicata alla matrice dei campioni del segnale di battimento,
notare come la rappresentazione polare della matrice range/azimut evidenzi
la presenza di un due oggetti ma soprattutto come si riesca a distinguere due
oggetti equidistanti a diversa angolazione.
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1.1.2 Il sensore radar
Il generico sensore radar i-esimo facente parte del sottosistema radar insieme
al proprio scatteratore Ki, si comporta in modo completamente autonomo
rispetto agli altri sensori radar del nodo, interfacciandosi direttamente con il
sistema di elaborazione e con la zona di osservazione. La figura 1.16 mostra
un sensore radar del generico nodo SIRIO.
Figura 1.16: Sensore radar del generico nodo SIRIO.
La comunicazione tra i quattro sensori radar di un generico nodo SIRIO e
il sottosistema di elaborazione avviene mediante quattro linee seriali dedicate,
completamente indipendenti fra loro e conformi allo standard elettrico RS485.
Ogni sensore radar implementa le seguenti funzionalità:
• Funzionalità RO (Rivelamento Ostacoli): rilevare ostacoli, fermi o
in movimento, all’interno della zona di osservazione di competenza e
segnalarli al sottosistema di elaborazione.
• Funzionalità TT (Transito Treni): rilevare treni in avvicinamento,
sosta e allontanamento rispetto alla zona di osservazione di competenza
e segnalarli al sottosistema di elaborazione.
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Tutti i sensori radar ricevono il medesimo segnale di sincronismo detto
timemark, composto da un’onda quadra con duty cicle 50% e periodo 275ms
all’interno della quale ogni sensore svolge le funzionalità a divisione di tempo,
dividendo in subframe il segnale di sincronismo ricevuto. La composizione
interna del frame è diversa per ognuno dei quattro sensori radar, la sua strut-
tura permette di rispettare il meccanismo di divisione di tempo in presenza
di un segnale di clock condiviso (timemark), in modo che nessun sensore
disturbi il funzionamento dell’altro inviandogli onde elettromagnetiche nel
cono di ricezione mentre è in funzione.
Il frame è suddiviso in 8 subframe, all’interno dei quali ogni sensore radar
effettua la funzionalità RO, TT oppure la calibrazione (questa funzionalità
non verrà approfondita). Il meccanismo di divisione di tempo in presenza di
un clock condiviso è gestito interamente a livello di sottosistema di elabora-
zione, al quale è assegnato il compito di cambiare l’intestazione (SID sensore)
del messaggio di start inviato a ogni sensore radar all’inizio di ciascun pe-
riodo del segnale di sincronismo, comportandone una diversa struttura del
frame.
In figura 1.17 è raffigurata la struttura del Frame per i quattro sensori
radar del nodo con in dettaglio le temporizzazioni.
Figura 1.17: La struttura del Frame per i quattro sensori radar del nodo e
la loro disposizione all’interno del periodo del segnale di sincronismo.
Come si può notare dall’immagine la divisione di tempo non è esclusiva.
È previsto che due sensori radar del medesimo nodo trasmettano contem-
poraneamente ma, in questa evenienza, i due sensori sorvegliano due zone
RO/TT differenti.
Per adempiere alle differenti funzionalità il sensore radar utilizza diffe-
renti antenne, due per la funzionalità TT, rispettivamente l’antenna TT-R
(posizionata a destra del sensore), l’antenna TT-L (posizionata a sinistra del
sensore) e un array di antenne che costituiscono l’antenna RO posizionata nel
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centro del sensore. L’array, tramite un opportuno pilotaggio dei singoli ele-
menti che lo compongono, permette di ottenere una immagine range/azimut
della zona di osservazione. Come è evidenziato nella figura sottostante, la
zona di interesse per il transito del treno ha un angolo operativo abbastanza
stretto motivo per il quale non si è dovuto effettuare distinzione in azimut
dei bersagli, di conseguenza non è stato necessario utilizzare nessun array e
gestire alcuno switch degli elementi radianti. Le antenne TT-L e TT-R infat-
ti per mantenere anche bassa la complessità hardware e firmware non sono
state realizzate con un array di dipoli ma tramite singolo coppia di dipoli
TX/RX.
Figura 1.18: Sottosistema radar del generico nodo SIRIO, in evidenza il
singolo sensore radar che lo compone con i fasci delle rispettive antenne TT-R,
TT-L e RO.
La figura 1.19 mostra il sensore radar del generico nodo SIRIO mettendo
in evidenza le differenti antenne utilizzate per adempiere alla funzionalità TT
e RO.
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Figura 1.19: Sensore radar del generico nodo SIRIO, in evidenza le differenti
antenne utilizzate per adempiere alla funzionalità TT e RO.
All’interno di ogni subframe nel quale il sensore radar implementa la
funzionalità RO o TT (a destra e sinistra) il sensore radar, sfruttando il
principio dei radar LFMCW precedentemente citato, genera un segnale chirp
con caratteristiche opportune in base alla conformazione tipica del bersaglio
designato (Il rilevamento di ostacoli comporterà l’utilizzo di segnali studiati
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per bersagli con dimensione, distanza e velocità completamente differenti
rispetto a quelle di un treno in transito). In base alla comparazione con l’eco
radar misurato inizialmente (salvataggio dello scenario iniziale), il processing
permetterà di rilevare la presenza di eventuali ostacoli e/o treni ricavandone
la posizione e, solo nel caso di treni, la velocità.
I dati processati e opportunamente elaborati verranno interpretati da
ogni sensore radar e l’informazione così ottenuta sarà successivamente inviata
al termine di ogni frame al sottosistema di elaborazione. Quest’ultimo ne
controllerà la coerenza sfruttando la ridondanza ottenuta da due sensori radar
posti l’uno di fronte all’altro inviando al computer remoto e al sistema di
segnalamento l’informazione ottenuta.
Il generico sensore radar è suddiviso in vari moduli, ognuno dei quali
ricopre una specifica funzione nel sistema. Per il controllo, la gestione e il
debug di ciascun modulo si utilizza un elemento logica programmabile, ad
eccezione del modulo ALIM e del modulo UDX che non svolgono funzioni
complesse e non necessitano di una configurazione attiva a run-time. I vari
elementi a logica programmabile comunicano attraverso differenti interfacce
digitali master-slave con una gerarchia di comunicazione tale da permettere di
gestire l’intero funzionamento del sensore radar. Nella figura 1.20 è riportata
l’architettura interna del generico sensore radar mostrando tutti i moduli che
lo compongono e le principali interfacce di collegamento.
Figura 1.20: Architettura interna del sensore radar con in dettaglio le
diverse interfacce di collegamento e logiche programmabili.
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La gerarchia di comunicazione tra i vari elementi a logica programmabile
con le rispettive interfacce è mostrata nell’immagine sottostante.
Figura 1.21: Gerarchia di comunicazione degli elementi a logica
programmabile.
Come mostrato in figura, la comunicazione tra i vari elementi a logica
programmabile è gerarchica: l’FPGA della scheda digitale (modulo DIG) co-
munica da master verso il modulo SBS, che a sua volta si comporta da master
nei confronti del modulo MAN. I protocolli di comunicazione, le tempistiche
e i clock di ogni blocco saranno approfonditi in seguito quando verranno
presentati i blocchi VHDL implementati all’interno dell’elemento a logica
programmabile utilizzato.
L’FPGA a bordo del modulo DIG, una volta rilevato il fronte positivo del
segnale di sincronismo (timemark) inviato dal sottosistema di elaborazione,
impartisce alla CPLD sul modulo SBS (in base al SID recepito, vedi pagina
30) la corretta configurazione dei registri necessaria al settaggio dell’intera
catena di trasmissione e ricezione del radar. La CPLD sul modulo SBS
impartisce a sua volta l’appropriata configurazione alla CPLD presente sul
modulo MAN, terminando così la configurazione del radar per quel subframe.
Successivamente viene ricevuto l’eco radar che, una volta traslato da banda
X in banda S e poi in banda base BB (battendolo per il segnale trasmesso),
sarà opportunamente campionato dagli ADC presenti sul modulo DIG. É su
quest’ultimo che avviene il processing dei campioni e l’invio delle informazioni
estrapolate al sottosistema di elaborazione al termine degli 8 subframe.
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Terminati il numero di campionamenti necessari per quel tipo di funzio-
nalità, il modulo DIG sancisce l’inizio del subframe successivo impartendo la
nuova configurazione alla CPLD presente sul modulo SBS che a sua volta la
impartirà al modulo MAN, riconfigurando così l’intera catena di ricezione e
trasmissione per riadattarla alla nuova funzionalità.
Di seguito è riportata una tabella con tutti i moduli costituenti il sen-
sore radar in cui vengono descritte le varie funzioni che essi ricoprono nel
sensore, mostrando particolare attenzione alle operazioni svolte dalle logiche
programmabili nella configurazione del radar all’interno di ogni subframe:
Nome del modulo Funzione
Scheda Digitale
(Modulo DIG)
È la scheda digitale di processing, interfaccia e
controllo per il sensore radar. Ha una logica ba-
sata su FPGA Xilinx Virtex6. Questa FPGA è
il fulcro del funzionamento del sensore e rappre-
senta il componente a logica programmabile con
il più alto grado di gerarchia nella catena (vedi
figura 1.21). Di seguito si riportano le principali
funzionalità che essa implementa:
• Acquisizione e processing del segnale radar
ricevuto.
• Detezione di malfunzionamenti e relativo
invio del messaggio di diagnostica.
• Interfacciamento con il sottosistema di ela-
borazione mediante linea seriale sincrona
con standard elettrico RS485.
• Controllo, gestione e sincronizzazione del-
l’intero sensore radar.
• Configurazione ad ogni subframe di tutta la
catena TX e RX comunicando con l’elemen-
to a logica programmabile gerarchicamente
sotto di essa, ovvero la Altera MAXII pre-
sente sul modulo SBS, per mezzo di un bus





È la scheda che genera le forme d’onda chirp ne-
cessarie al radar LFMCW, essa contiene un rice-
vitore omodina che trasla il segnale in banda base,
generando le componenti in fase ed in quadratura.
Su essa è anche generato il clock a 100MHz invia-
to a tutte le logiche programmabili all’interno del
sensore radar. La logica di controllo è costituita
da una CPLD Altera MAXII, nella quale è imple-
mentata la macchina a stati finiti che in base ai
comandi impartiti dal modulo DIG:
• Controlla il sintetizzatore di frequenza per
la generazione del segnale chirp richiesto.
• Configura la parte rimanente della catena
tx/rx e ne riceve eventuali segnalazioni di
malfunzionamenti comunicando con l’ele-
mento a logica programmabile gerarchica-
mente sotto di essa ovvero la MAXII pre-
sente sul modulo MAN, per mezzo di una
trasmissione seriale sincrona su tre linee
differenziali (clock, error e data).
Scheda Banda X
(Modulo UDX)
Unico modulo oltre all’alimentatore a non com-
prendere al suo interno logica programmabile, in-
fatti il suo comportamento non è configurabile. È
responsabile della cosiddetta up conversion del se-
gnale, cioè della traslazione da banda S (2.0÷2.5
GHz) in banda X (9.5÷10 GHz) delle componen-
ti spettrali dello sweep, mediante un trasmettito-
re supereterodina e dell’invio di questa al modu-
lo MAN. Si occupa anche della down conversion
del segnale proveniente dalle antenne di ricezione,
cioè della traslazione da banda X (9.÷10 GHz)





È il modulo responsabile della temporizzazione
e configurazione della commutazione del segnale
sugli elementi radianti in ogni subframe. Il mo-
dulo MAN è costituito da tre antenne (RO,TT-
R,TT-L). La logica di controllo è costituita da un
CPLD Altera MAXII, che costituisce l’elemento
di logica a più bassa gerarchia. Esso implementa-
ta la macchina a stati finiti che in base ai comandi
impartiti dal modulo SBS:
• Controlla la commutazione del segnale sul-
l’antenna opportuna (TT-R, TT-L o l’array
RO).
• Gestisce la matrice di switch per la com-
mutazione del segnale sull’elemento radian-




Il modulo ALIM è formato da un alimentatore
commerciale (AC/DC converter) che si interfac-
cia alla tensione di rete e fornisce un bus di linee a
+12V. La corrente erogata da questo alimentato-
re è misurata e comparata con una soglia per ge-
nerare l’allarme di sovracorrente. Il bus a +12V è
utilizzato per alimentare tre convertitori DC/DC
che forniscono le tensioni +5V, +6.6V e−12V. La
tensione +12V è direttamente prelevata dal bus
previo opportuno filtraggio. È presente inoltre
una sezione di diagnostica per la determinazio-
ne delle condizioni di black-out (mancanza della
220V), allarme di sovracorrente e overvoltage o
undervoltage delle tensioni +5V, +6.6V +12V e
+12V e la generazione dei relativi allarmi.
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1.2 Il sottosistema di elaborazione
Il sottosistema di elaborazione ha lo scopo di inviare comandi al sottosistema
radar (e quindi a ciascun sensore radar) e di ricevere le informazioni riguardo
eventuali ostacoli o treni in transito all’interno della zona di osservazione.
Gli eventuali ostacoli e treni saranno segnalati mediante connessione WI-FI
o LAN ad un computer remoto e al sistema di segnalamento ferroviario per
l’arresto in sicurezza dei treni. Il sottosistema di elaborazione è responsabile
della gestione dell’intero nodo SIRIO controllando, come precedentemente
descritto, il funzionamento di ogni sensore radar.
Nella figura sottostante è presente uno schema del generico nodo SIRIO
nel quale sono state messe in evidenza le interfacce tra il sottosistema di
elaborazione e ognuno dei sensori radar costituenti il sottosistema radar.
Figura 1.22: Interfacce di comunicazione del sottosistema di elaborazione.
Il sottosistema di elaborazione all’interno del nodo SIRIO comunica con
ogni sensore radar per mezzo di una trasmissione seriale sincrona su due linee
differenziali (clk e data), in conformità allo standard elettrico RS485, ognuna
completamente indipendente dalle altre. Anche il segnale di sincronismo del
sistema è fornito mediante quattro linee dedicate così come le alimentazioni
necessarie al modulo ALIM all’interno di ciascun sensore radar.
Il sottosistema di elaborazione effettua un controllo di coerenza tra i mes-
saggi ricevuti da entrambi i sensori radar, posti uno di faccia all’altro, per
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rilevare eventuali failure di sistema al fine di raggiungere per l’intero nodo
SIRIO il livello di sicurezza SIL44 obbligatorio in ambito ferroviario.
La comunicazione delle informazioni riguardanti lo stato del nodo SIRIO
ad una postazione remota permette di monitorare contemporaneamente la
situazione di tutti i nodi SIRIO lungo la linea.
Come si può vedere dall’immagine sottostante nella postazione remota,
grazie ad un’interfaccia grafica, l’operatore può visualizzare la condizione di
ogni singolo nodo SIRIO installato lungo la linea.
Figura 1.23: Interfaccia grafica disponibile sulla postazione remota con-
nessa a tutti i nodi SIRIO lungo la linea. Notare come l’operatore possa
controllare semplicemente la situazione di ogni nodo.
Il sistema di elaborazione è anche munito di un videocamera per la regi-
strazione di eventi interessanti. Nella figura 1.24 si può vedere un esempio
di quanto visualizzato dal sottosistema di elaborazione da postazione remota
durante un test.
4SIL ( Safety Integrity Level): Uno dei livelli di un insieme definito e discreto utilizzato
per specificare i requisiti di integrità della sicurezza delle funzioni di sicurezza da assegnare
ai sistemi. Sono disponibili quattro livelli di integrità della sicurezza:1, 2, 3 e 4. ”SIL 4”
corrisponde al livello più alto di integrità della sicurezza. Il SIL insieme a altri aspetti
della sicurezza sono approfonditi nel capitolo 2.
39
Figura 1.24: Esempio di utilizzo della telecamera posta sul sottosistema di
elaborazione.
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1.3 Nuova architettura del sensore radar
L’idea alla base di questo lavoro di tesi è l’evoluzione dell’architettura inter-
na di ciascun sensore radar facente parte del generico nodo SIRIO. Questa
esigenza nasce dalla necessità di ridurre i costi e la complessità del sistema
che attualmente, per raggiungere le specifiche di sicurezza (SIL 4), necessita
di due sensori radar in ridondanza (disposti uno di fronte all’altro). Questa
evoluzione architetturale implica la duplicazione della parte digitale di ela-
borazione e di controllo del sensore radar, ovvero la scheda digitale (modulo
DIG descritto brevemente a pag. 35), permettendo l’utilizzo della metà dei
sensori radar pur continuando a mantenere il livello di sicurezza SIL4 ed il
100% delle funzionalità precedenti. La conservazione del livello di sicurezza
è resa possibile dal mantenimento della votazione tra i messaggi inviati al
sottosistema di elaborazione, con la differenza che nella nuova configurazione
del nodo SIRIO il messaggio non sarà inviato da due moduli DIG inseriti
in altrettanti sensori radar ma da due moduli DIG inseriti nello stesso sen-
sore (nuovo sensore radar a doppia scheda digitale). Le due schede digitali
(moduli DIG), grazie allo duplicazione del segnale in arrivo dalla catena di
ricezione, elaboreranno lo stesso flusso analogico ricevuto dalla parte radar
del sensore che condividono. Un ulteriore vantaggio di questa soluzione risie-
de nel fatto che le schede digitali processeranno il flusso di dati ricevuto dalla
stessa scena osservata(inteso come medesimo ambiente fisico) mentre invece
nella configurazione precedente le schede digitali risiedendo in due sensorei
radar differenti posti uno di fronte all’altro monitoravano si la stessa zona,
ma da un punto di vista differente. Questo si traduceva in una più alta
possibilità di fallimento della votazione. Quindi di fatto questa evoluzione
architetturale comporta un miglioramento della disponibilità del sistema.
Per realizzare l’architettura di cui sopra, è stata sviluppata la scheda RCB
(Redundancy Control Board), oggetto di questo elaborato, alla quale andrà
il compito di sdoppiare i segnali analogici in arrivo dalla catena di ricezio-
ne del sensore e di effettuare un controllo di coerenza sui comandi inviati
dalle schede digitali alla parte radar del sensore, mantenendo il principio di
funzionamento di quest’ultimo invariato.
Nella figura seguente è possibile osservare il concetto appena espresso di
evoluzione dell’architettura interna del sensore radar con le relative interfacce
interne ed esterne coinvolte.
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Figura 1.25: Evoluzione architetturale del sensore radar.
Nella figura 1.26 si può notare come dal punto di vista del sistema di ela-
borazione la situazione sia rimasta del tutto invariata con quattro linee dati
dedicate su cui fare la votazione (due a due). L’unica variazione riguarda il
numero di alimentazioni inviate al sottosistema radar che essendo nella nuo-
va configurazione costituito dalla metà dei sensori (sebbene a doppia scheda
digitale), necessita di due sole linee di alimentazione.
Figura 1.26: Cambiamento di conformazione del generico nodo SIRIO
introdotto dai nuovi sensori radar a doppia scheda digitale.
Di seguito, in figura 1.27, è possibile vedere il cambio di conformazio-
ne introdotto all’interno del nodo SIRIO dai sensori radar a doppia scheda
digitale e come il sistema continui a mantenere il livello di sicurezza SIL4.
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Figura 1.27: Modifica della conformazione del nodo SIRIO introdotta dai
nuovi sensori radar a doppia scheda. Notare il dimezzamento del numero di
sensori.
La procedura di analisi dei rischi e delle situazioni pericolose effettuata
sul sistema SIRIO per verificarne il rispetto degli standard di sicurezza im-
posti dalle normative in ambito ferroviario, insieme alle considerazioni che
hanno portato all’utilizzo di una nuova architettura più economica ed ancora
conforme agli standard di sicurezza, sono affrontati nel capito 2 sebbene in
maniera non esaustiva poiché non svolte durante lo stage lavorativo e quindi
esulano dai fini di questo elaborato.
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Capitolo 2
Concetto di RAMS in ambito
ferroviario
L’analisi del concetto di RAMS in ambito ferroviario e delle normative che lo
tutelano aiuta a comprendere l’efficacia della nuova architettura del sensore
radar motivando le scelte alla base della progettazione hardware e firmware
della scheda RCB.
Il RAMS (Reliability, Availability, Maintainability and Safety) ovvero
affidabilità, disponibilità, manutenibilità e sicurezza è una caratteristica d’e-
sercizio a lungo termine di un sistema e viene ottenuta con l’applicazione di
concetti, metodi, tecniche e strumenti d’ingegneria durante tutto il ciclo di
vita del sistema. Il RAMS di un sistema può essere definito come un indicato-
re qualitativo e quantitativo del grado con il quale il sistema, o i sottosistemi
e i componenti che lo comprendono, possano contare sulla funzione svolta ed
essere sia disponibili che sicuri.
Il RAMS nell’ambito ferroviario descrive la fiducia con la quale il sistema
può assicurare un livello definito di traffico in un dato tempo in sicurezza
ed ha una chiara influenza sulla qualità con la quale il servizio viene eroga-
to al cliente. La qualità del servizio può dipendere da altre caratteristiche
che riguardano la funzionalità e le prestazioni, per esempio la frequenza e la
regolarità del servizio oppure la struttura delle tariffe. Sicurezza e disponibi-
lità sono interdipendenti nel senso che un’insufficienza dell’una o dell’altra,
o la cattiva gestione dei conflitti tra i requisiti di sicurezza e disponibilità,
possono ostacolare l’ottenimento di un sistema di sicuro funzionamento. Le
interdipendenze tra gli elementi RAMS nell’ambito ferroviario sono mostrate
nella seguente figura:
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Figura 2.1: Interdipendenza tra gli elementi RAMS in ambito ferroviario.
Il raggiungimento degli obiettivi di disponibilità e sicurezza di un sistema
in servizio può essere conseguito solo con il soddisfacimento di tutti i requisiti
di affidabilità e manutenibilità e dal controllo, in corso di sviluppo e a lungo
termine, delle attività di manutenzione e di esercizio. Quanto detto sottolinea
come i vari aspetti costituenti i requisiti RAMS siano legati a doppio filo gli
uni con gli altri.
La specificazione dei requisiti RAMS è un processo complesso basato sul
concetto di rischio come combinazione di due elementi:
1. La probabilità di accadimento di un evento o di una combinazione di
eventi che portano ad una situazione pericolosa (hazard), o la frequenza
di tali avvenimenti.
2. Le conseguenze della situazione pericolosa.
Combinando la frequenza di accadimento di una situazione pericolosa
con la gravità delle sue conseguenze si compone una matrice ”frequenza-
conseguenze” che stabilisce il livello di rischio risultante dalla situazione
pericolosa.
L’analisi del rischio deve essere svolta e documentata nelle varie fasi del
ciclo di vita del sistema dall’autorità responsabile per quella fase.
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2.1 Le normative CENELEC
Le normativeCENELEC (dal francese: ComitéEuropéen deNormalisation
Électrotechnique) EN 50126, EN 50128 e EN 50129, sono un insieme di nor-
mative applicabili ai sistemi elettronici correlati con la sicurezza (ivi compre-
si i sottosistemi e le apparecchiature) per le applicazioni del segnalamento
ferroviario. Queste normative formano la base operativa per un approccio
coerente e sistematico alla sicurezza dei sistemi in ambito ferroviario e sono
ormai d’uso generale in ambito europeo. Il loro campo di applicazione e le
relazioni fra di esse sono illustrati nello schema sottostante:
Figura 2.2: Campo di applicazione delle principali norme CENELEC per
applicazioni ferroviarie.
Mentre la EN 50126 tratta i problemi legati ad un sistema su ampia
scala, fornendo alle autorità ferroviarie e all’industria fornitrice ferroviaria
un processo che permette l’attuazione di una procedura coerente di gestione
del RAMS, la EN 50129 si concentra sui processi che portano all’approvazione
di ogni singolo sistema presente in apparecchiature volte al controllo e alla
protezione in ambiente ferroviario.
La normativa CENELEC EN 50128 si concentra invece sui metodi che ri-
sultano essere fondamentali per soddisfare i vincoli d’ integrità della sicurezza
che le applicazioni software ferroviarie, filoviarie e metropolitane richiedono.
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Queste norme sono applicabili alle fasi di specificazione, progettazione,
realizzazione, installazione, accettazione, esercizio, manutenzione e modifica
/estensione di sistemi completi di segnalamento e dei relativi sottosistemi.
Queste norme mostrano tutti i passi da eseguire durante il ciclo di vi-
ta di un sistema per rispettare le esigenze RAMS prefissate. Esso viene
tipicamente rappresentato con la sua caratteristica struttura a ”V”:
Figura 2.3: Diagramma a ”V” raffigurante la parte di progettazione e
validazione del ciclo di vita del sistema descritta dalla norma CENELEC
50126.
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Il ramo discendente (sul lato sinistro) è generalmente detto sviluppo ed è
un processo di affinamento che si conclude con la fabbricazione dei componen-
ti del sistema. Il ramo ascendente (sul lato destro) è collegato al montaggio,
all’installazione, alla consegna e quindi all’esercizio del sistema globale. La
rappresentazione a ”V” presuppone che le attività di accettazione siano in-
trinsecamente collegate alle attività di sviluppo nella misura in cui ciò che
viene contestualmente progettato debba essere alla fine verificato in base ai
requisiti. Questa rappresentazione è efficace nel mostrare i compiti di veri-
fica e validazione nel corso del ciclo di vita. L’obiettivo della verifica è di
dimostrare che, per elementi di ingresso specifici, gli elementi di uscita di
ogni fase soddisfino in tutti gli aspetti i requisiti di quella fase. L’obiettivo
della validazione è di dimostrare che il sistema in esame, a qualsiasi stadio
del suo sviluppo e dopo la sua installazione, soddisfi i suoi requisiti in tutti
gli aspetti.
Questo capitolo non approfondirà le operazioni necessarie lungo l’intero
ciclo di vita del sistema per il rispetto dei requisiti RAMS, ma si concentrerà
principalmente sulla parte di analisi quantitativa volta a determinare la pro-
babilità e l’entità di situazioni pericolose (hazard), ovvero l’hazard analysis,
dimostrando così che i sottosistemi ed i componenti siano conformi ai requi-
siti RAMS. Sebbene questa analisi non sia stata svolta durante il lavoro di
tesi, si rende necessario illustrarla (seppur in maniera non dettagliata vista la
sua vastità e complessità) per evidenziare gli aspetti che hanno portato alla
realizzazione del generico nodo SIRIO con una determinata conformazione ed




Come già accennato nel capitolo uno, il SIL è uno dei livelli di un insieme
definito e discreto utilizzato per specificare i requisiti di integrità della si-
curezza delle funzioni assegnate ai sistemi. Sono disponibili quattro livelli
di integrità della sicurezza: 1, 2, 3 e 4. Il ”SIL 4” corrisponde al livello più
alto di integrità della sicurezza. Per stabilire i requisiti di integrità della
sicurezza delle apparecchiature di segnalamento ferroviario, viene sistemati-
camente applicata una metodologia tenendo conto dell’ambiente operativo e
del progetto architetturale del sistema di segnalamento. Dal punto di vista
della sicurezza, questo consiste in una lista di situazioni pericolose (hazard)
a cui sono associati tassi tollerabili di situazioni pericolose all’interno del si-
stema. Il processo globale consiste in un’analisi dei rischi e nel controllo delle
situazioni pericolose. L’analisi dei rischi consente di definire i tassi tollera-
bili di situazioni pericolose (THR Tollerable Hazard Rate), ossia i dati di
ingresso per il controllo delle situazioni pericolose. Stimare i tassi tollera-
bili di accadimento per le situazioni di pericolo, nella forma di obiettivi di
sicurezza quantificati per ogni particolare applicazione ferroviaria, è respon-
sabilità dell’Autorità Ferroviaria. È importante rilevare che il THR tiene
conto dell’integrità sia per i malfunzionamenti casuali che per quelli sistema-
tici, sebbene sia accettato che unicamente l’integrità per i malfunzionamenti
casuali risulti quantificabile. Provvedimenti e valutazioni qualitative saranno
necessarie per giustificare che i requisiti di integrità per i malfunzionamenti
sistematici siano soddisfatti.
La tabella dei SIL identifica il livello di SIL richiesto per la funzione di
sicurezza a partire dal THR, quindi se il THR per una funzione F è stato
dedotto con un metodo quantitativo, il SIL richiesto deve essere determinato
con l’aiuto della seguente tabella:
Figura 2.4: Tabella raffigurante i livelli SIL in funzione del THR attribuito
ad una funzione di sicurezza.
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2.3 Hazard Analysis
La Hazard Analysis, ovvero l’analisi delle situazioni pericolose, è il processo
di identificazione delle situazioni pericolose e di analisi delle loro cause nonché
di deduzione dei requisiti per limitarne probabilità e conseguenze ad un livello
accettabile.
Esistono vari metodi per eseguire l’analisi delle situazioni pericolose, di
seguito ne verranno analizzati due fortemente consigliati dalle norme stesse:
FMEA e FTA.
2.3.1 FMEA
Un pò di storia..
La FMEA (Failure Mode and Effect Analysis) è stata sviluppata nel 1949
come procedura militare per il controllo dei modi di guasto, degli effetti e
della criticità. Più tardi, nel 1960 è stata utilizzata nel settore aerospaziale
e missilistico. Nel 1974 FMEA diventa una norma militare MIL-STD-1629
e alla fine del 1970 la Ford Motor Company inizia a servirsene nell’industria
automobilistica.
Il metodo
Il fine di questa analisi sistematica di tipo bottom-up è identificare, se ap-
plicabile, la relazione esistente tra i modi di errore individuati e gli hazard
di sistema identificati precedentemente (hazard analysis preliminare), al pari
della relazione tra le contromisure richieste ed i requisiti di sistema. Essa
può essere svolta a livello funzionale e d’interfaccia fra i sottosistemi in cui
è scomposto il sistema, o a livello di componente, qualora la decomposizione
funzionale non permetta di determinare con esattezza l’univocità degli effetti
dei modi di guasto. L’approccio funzionale può essere adottato quando non
sono univocamente identificati i componenti hardware ma lo sono le funzioni
svolte e le interfacce interne ed esterne del sottosistema. Le linee guida for-
nite dalle norme CENELEC definiscono che per ogni malfunzionamento del
componente (nel caso di FMEA di componente) o dell’interfaccia (nel caso di
FMEA d’interfaccia) siano definiti una serie di modi di guasto che mirano ad
evidenziare tutti i possibili hazard implicabili al malfunzionamento di quello
stesso componente/interfaccia.
Nella figura seguente è possibile vedere uno spezzone di FMEA svolta
a livello d’interfaccia sul sensore radar (in particolare sull’interfaccia d’ali-
mentazione che giunge al sensore radar dal sottosistema di elaborazione).
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Notare la parola chiave No all’interno della colonna dei modi di guasto, que-
sta rappresenta una precisa modalità di guasto descritta dalle norme, ovvero
la perdita della funzione (la funzione non viene eseguita dal sistema quando
richiesto).
Figura 2.5: Parte della FMEA svolta sulle interfacce del sensore radar.
2.3.2 FTA
Un pò di storia..
L’analisi dell’albero di guasto (FTA, Fault Tree Analysis) è stata svilup-
pata nel 1962 presso i Bell Laboratories da H. A. Watson, in seguito ad un
contratto con la US Air Force riguardo lo studio del sistema di controllo per
il lancio di missili intercontinentali. Nel 1965 al Safety Symposium, sponso-
rizzato dall’ Università di Washington e dalla compagnia Boeing, sono stati
presentati diversi articoli che esponevano le virtù della fault-tree analysis
segnando l’inizio di un diffuso interesse ad utilizzarlo come un sistema di
sicurezza e uno strumento di affidabilità per sistemi dinamici complessi.
Il metodo
La FTA è un approccio analitico top-down secondo il quale, in un sistema,
viene specificato uno stato indesiderato. Il sistema viene poi analizzato nel
contesto del suo ambiente e funzionamento allo scopo d’individuare tutti i
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modi realistici per i quali lo stato indesiderato (top event1) si manifesta. La
FTA è un modello grafico e quantitativo che rappresenta le varie combinazioni
di guasti (in serie o in parallelo) che generano il top event. Valutando la
probabilità di accadimento di ogni singolo evento di base (foglia dell’albero)
e le operazioni logiche (ad esempio AND, OR, ecc.. dette gate logici) che le
legano generando il top event, il modello stima la probabilità di accadimento
di quest’ultimo identificando le cause che più vi concorrono e pianificando
così una specifica strategia di mitigazione.
Solitamente questa tecnica viene utilizzata insieme alla più comune FMEA
(come nel caso di SIRIO), sfruttando gli hazard evidenziati da quest’ultima
per determinare le principali cause del top event e conseguentemente passare
al calcolo dell’HR (Hazard Rate) ad esso associato. In questo modo è pos-
sibile verificare se il sistema rientri entro i limiti considerati tollerabili per il
SIL allocato ad esso ovvero il THR.
Nella figura sottostante è rappresentata una parte dell’albero dei guasti,
realizzato per il sensore radar di SIRIO, volta a quantificare la probabilità di
guasto dell’alimentazione del modulo SBS.
Figura 2.6: Una parte dell’Albero dei guasti (FT) del sensore radar di
SIRIO.
1Il top event è l’evento che rappresenta il totale fallimento del sistema di sicurezza
ovvero il fallimento della funzione di sicurezza da esso svolta, nel caso di SIRIO il top
event è rappresentato dalla mancata individuazione di un ostacolo.
52
La probabilità del guasto di ogni singola foglia (modulo DIG o ALIM per
esempio) può essere calcolata nel seguente modo:
1. Si stila una lista dei componenti che costituiscono il modulo (prenden-
doli direttamente dalla BOM2).
2. Ipotizzando di non avere tolleranza ai guasti sul modulo, ovvero che il
malfunzionamento di un qualsiasi suo componente ne provochi il gua-
sto, si sommano tutti i tassi di guasto dei componenti (detti FIT3)
ottenendo il tasso totale di guasto del modulo.
L’ipotesi di non tolleranza ai guasti è estremamente conservativa dato
che difficilmente il danneggiamento di un qualsiasi componente del modulo
ne potrebbe provocare il guasto (per esempio la rottura di un condensatore
di bypass). Di seguito è mostrata l’espressione analitica utilizzata in questo













Tasso di guasto totale del modulo 0,0175420
Tabella 2.1: Tassi di guasto di ogni componente del modulo alimentatore
e relativo tasso di guasto totale del modulo in grassetto.
2BOM (Bill Of Materials): Lista parti, ovvero il documento contenente l’elenco di
tutti i componenti che formano un generico sottosistema/sistema.
3FIT (Failures In Time): Rappresenta il tasso di guasto espresso in guasti per 109 ore.
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3. Il tasso di guasto ottenuto (guasti/ora) viene poi convertito in probabi-
lità di guasto, consentendo così l’applicazione delle funzioni logiche date
dai gate del diagramma ad albero. Per questa conversione è buona nor-
ma utilizzare una legge di guasto esponenziale. Tale legge risulta essere
una corretta approssimazione dopo il superamento della fase di mortali-
tà infantile del componente, dove il tasso di guasto rimane grossomodo
costante. In SIRIO il tempo T utilizzato nel calcolo della probabilità di
guasto è di 20 anni (175200 ore), questo rappresenta il tempo stimato
per l’obsolescenza del sistema.
Nella figura sottostante si può vedere l’andamento appena descritto del
tasso di guasto in funzione del tempo e l’espressione della formula esponen-
ziale utilizzata per calcolare la probabilità di guasto.
Figura 2.7: Tasso di guasto dei componenti elettronici in funzione del
tempo, notare come dopo la fase di mortalità infantile questo rimanga
costante.
F (T ) = (1− e−λmodulo·T ) (2.2)
Calcolata la probabilità di fallimento di tutte le foglie alla base dell’albero
dei guasti, le operazioni logiche indicate dai gate vengono svolte ricavando
così la probabilità di accadimento del top event. Quest’ultima viene poi
riportata in tasso di guasto servendosi della funzione inversa rispetto a quella
precedentemente utilizzata ovvero:




Dal confronto del tasso di guasto ottenuto con le fasce di THR associate
ad ogni livello di sicurezza SIL (vedi tabella in figura 2.4), si ricava il livello
di sicurezza allocato alla funzione di sicurezza.
In SIRIO il THR associato al top event ”mancata individuazione dell’osta-
colo” al sensore radar risulta essere pari a 9,93819E-08, questo è sufficiente,
confrontandolo con la tabella, a far rientrare il sensore radar nel livello di
sicurezza SIL3.
Il concetto di architettura two out of two permette di far rientrare il nodo
SIRIO all’interno della specifica di sicurezza SIL4 sebbene il sensore radar
risulti SIL3.
2.3.3 Architettura two out of two
Se la FTA non porta ad un risultato abbastanza elevato, occorre ricorrere a
delle contromisure nello sviluppo dell’hardware per diminuire il THR alloca-
to alla funzione di sicurezza (nel nostro caso rilevare ostacoli). Tali misure
possono essere eseguite solo considerando il sistema nel suo complesso. Un
primo passo può essere l’utilizzo di componenti a basso FIT per l’aumento
dell’MTBF allocato ad ogni componente del sistema (MTBF = 1
λ
), compor-
tando così la diminuzione della probabilità di guasto associata ad ogni foglia
dell’albero. Se questo non dovesse bastare ad ottenere un THR allocato al
top event sufficientemente basso da rientrare nel SIL richiesto, è possibile
ricorrere ad un principio molto semplice: si utilizza una persona che osserva
la macchina e la spegne in caso di guasto (L’MTBF di un essere umano è
molto alto e quindi l’influenza di quest’ultimo sul THR può essere in linea
di principio trascurata). Il metodo per rilevare i guasti è la ridondanza: i
sistemi o una loro parte (per esempio, l’unità CPU) vengono duplicati e solo
il guasto di entrambi i computer può portare il sistema nello stato critico.
Se un ”votante” che esegue la valutazione fra i due sistemi rileva una dif-
ferenza, questo porta il sistema nello stato sicuro comunicando il guasto e
spegnendosi. Questa architettura viene chiamata ”due su due” (in inglese two
out of two) e viene molto utilizzata per incrementare il livello della sicurezza
allocato ad una funzione.
Il generico nodo SIRIO sfrutta appunto questa struttura sopracitata, nella
quale il ruolo del ”votante” ad alto MTBF è svolto dal sottosistema di elabo-
razione che riceve le informazioni sulla zona di osservazione da due sensori
radar posti uno di fronte all’altro. Con la modifica architetturale, ogget-
to di questo elaborato, la votazione è mantenuta invariata ma viene svolta
tra le informazioni inviate da due schede digitali che processano il medesi-
mo segnale analogico ricevuto dall’unica catena di ricetrasmissione che esse
condividono. Nella figura 2.8 è mostrato questo concetto.
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Figura 2.8: Immagine raffigurante il dimezzamento dei sensori radar intro-
dotto nella nuova configurazione del sistema a seguito dell’utilizzo del nuovo
sensore a doppia scheda digitale.
Naturalmente le due probabilità di guasto del sensore radar fra cui si
effettuerà la votazione nel nuovo sistema risulteranno leggermente più alte
vista l’aggiunta della scheda RCB, la quale infatti si trova ad essere in una
posizione delicata per la sicurezza, considerando che da essa fluiscono tut-
ti dati analogici e digitali del sensore radar. Oltre a dover quindi tenere
debitamente conto, all’interno della FMEA eseguita sul nuovo sistema con
sensori a doppia scheda, di tutti gli hazard dovuti a malfunzionamenti della
scheda che dovranno essere opportunamente mitigati, nella FTA si dovrà te-
nere considerazione del fatto che il fault delle parti analogiche e digitali della
scheda RCB influirà praticamente su tutti i rami che portano al top event.
Si è quindi reso necessario abbassare il più possibile la probabilità di guasto
della scheda per mantenere il sensore radar nel suo livello SIL 3, motivo per
il quale dal punto di vista della progettazione hardware sono stati utilizzati
componenti ad alta affidabilità (basso FIT) compresa la CPLD della Lattice
Semiconductor, utilizzata appunto a bordo della scheda RCB scelta per il suo
bassissimo FIT.
La ridondanza delle alimentazioni utilizzata a bordo della scheda RCB
per tenerla in funzione nel caso in cui una scheda digitale dovesse rompersi o
comunque dovesse smettere di fornire l’alimentazione, non mira all’aumento
della sicurezza del sistema. Questo si deve al fatto che, anche se il compito di
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alimentare la scheda RCB fosse delegato ad un’unica scheda digitale e que-
sta dovesse rompersi, la sicurezza dell’intero sistema rimarrebbe garantita,
visto che il sottosistema di elaborazione, non ricevendo risposta dalla scheda
digitale, segnalerebbe la presenza del guasto mitigando così il rischio. L’uti-
lizzo di un’alimentazione ridondata mira invece a favorire la manutenibilità
del sistema continuando a tenere la scheda RCB funzionante se anche una
scheda digitale dovesse guastarsi smettendo di fornire l’alimentazione. Cosi
facendo, è vero che il sistema si porta comunque in sicurezza interrompendo
il suo normale funzionamento (vista l’impossibilità di eseguire la votazione
tra due messaggi il sistema non è più SIL4), ma è altrettanto vero che le
diagnostiche inviate dalla scheda RCB ancora funzionante permetteranno di
facilitare l’intervento di riparazione da parte di un operatore sul dispositivo
e di conseguenza garantire un migliore MTTR4 del sistema.
4MTTR (Mean Time ToRestore): valore atteso del tempo al ripristino, dove il tempo
al ripristino è l’intervallo di tempo durante il quale l’entità è in uno stato di indisponi-
bilità a causa di un guasto. È un parametro utile per valutare l’efficacia del Servizio di
Manutenzione, in particolare sotto l’aspetto della organizzazione logistica.
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2.4 Coding standard
Ora che sono state affrontate le principali scelte di sistema necessarie per
il rispetto delle normative di sicurezza in ambito ferroviario, seguirà una
breve descrizione delle linee guida seguite durante la stesura del codice VHDL
necessarie alla sintesi di un firmware sicuro (conforme alla normativa EN
50128).
La normativa CENELEC EN 50128 fornisce un insieme di requisiti che
le fasi di sviluppo, dispiegamento e manutenzione del software safety-critical
(sviluppato per applicazioni ferroviarie di comando e protezione), devono ne-
cessariamente soddisfare. Questi requisiti, come per la 50129, comprendono
inoltre indicazioni sulla struttura organizzativa del progetto, sulla relazio-
ne fra le organizzazioni e sulla suddivisione delle responsabilità dei team
impegnati nelle fasi di sviluppo, dispiegamento e manutenzione.
Il concetto chiave di questo standard di sicurezza è il Software Safety
Integrity Level (SWSIL). In modo del tutto simile al SIL precedentemente
citato, si definiscono cinque livelli di software safety integrity, dove zero è il
livello più basso e quattro è il livello più alto (vedi figura sottostante).
Figura 2.9: Livelli di sicurezza delle funzioni allocate al software di un
sistema.
Lo standard descrive una serie di linee guida, approcci e metodi da
utilizzare durante tutto il ciclo di vita del software.
Anche in questo caso la normativa rappresenta il ciclo di vita con una
rappresentazione a ”V” per far comprendere che le attività di accettazione
siano intrinsecamente collegate alle attività di sviluppo nella misura in cui ciò
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che viene contestualmente progettato deve essere alla fine verificato riguardo
ai requisiti.
La norma EN50128, oltre a vincolare il progettista a fornire una chiara
e dettagliata documentazione sul software realizzato (nel caso di interesse
codice VHDL) e a seguire una progettazione per passi prefissata, lo obbliga
a rispettare tutta una serie di linee guida al fine di creare un software com-
prensibile e sicuro. Il livello si sicurezza del software SWSIL solitamente è
lo stesso livello di sicurezza del sistema in cui esso viene eseguito, quindi,
nel caso di SIRIO SWSIL4, il più alto grado di sicurezza. Le linee guida da
seguire durante la stesura del codice VHDL sono state elencate all’interno
di un documento che la società ferroviaria ha stilato insieme alla ditta for-
nitrice chiamato coding standard. Quest’ultimo, insieme al verification plane
mostrato in seguito nella parte di verifica del codice hanno rappresentato il
punto di riferimento per il soddisfacimento dei requisiti di sicurezza durante
la realizzazione del codice.
Di seguito vengono riportate alcune delle regole scritte nel coding stan-
dard, la maggior parte di queste è volta a migliorare la leggibilità e la qualità
del codice mentre altre mirano alla realizzazione di un codice VHDL sicuro.
• In un processo sincrono non assegnare mai un valore ad un segnale al
di fuori del controllo del fronte del clock o del set/reset asincrono (se
presente).
• In un processo combinatorio, tutti i segnali che vengono letti e che pos-
sono cambiare devono essere presenti nella sensitivity list del processo
stesso.
• In un processo sincrono, solo il clock ed eventuali set e reset asincroni
devono essere presenti nella sensitivity list del processo stesso.
• Definire delle costanti all’interno di un package per specificare le di-
mensioni di bus dati e indirizzi migliora la modularità del codice.
• Evitare di utilizzare tecniche di gating del clock.
• Utilizzare il costrutto ”when others” all’interno della macchina a stati
per controllare gli stati illegali. In questa condizione la macchina a stati
dev’essere riportata in uno stato noto (recovery) e alle uscite dev’essere
assegnato un valore predefinito.
• Utilizzare il set/reset asincrono esclusivamente per set/reset globali.
Per set/reset locali utilizzare sempre un’implementazione sincrona.
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• Utilizzare una codifica one-hot per le macchine a stati se il numero
di stati è ridotto o se il dispositivo ha un numero elevato di registri.
Optare per stili di codifica gray negli altri casi.
• Evitare l’istanziazione volontaria di latch per effetto della mancata as-
segnazione di un segnale o della non codifica di uno stato della macchina
a stati.
Un’accortezza aggiuntiva volta a salvaguardare la sicurezza del firmware è
l’utilizzo di due diversi sintetizzatori (Synopsys Synplify Pro e LSE (Lattice
Synthesis Engine) per verificare l’effettiva correttezza del codice implementa-
to. Questo è stato fatto nel rispetto del principio di diversità, esso prevede la
realizzazione di più versioni dello stesso algoritmo con sintetizzatori differenti




sviluppo HW della scheda
In questo capitolo sono presentati i principali passi di progetto che hanno por-
tato alla realizzazione fisica della scheda RCB. In particolare sono mostrati e
successivamente approfonditi i principali requisiti che la scheda dovrà soddi-
sfare e l’architettura scelta per quest’ultima. Infine viene analizzata la parte
di progetto svolta su CAD elettronici che ha permesso di realizzare la scheda
RCB su circuito stampato.
3.1 Requisiti
Come precedentemente descritto, la schedaRCB (RedundancyControlBoard),
punto chiave del cambio architetturale oggetto di questa tesi, ha il compito
di gestire la ridondanza della parte digitale di controllo ed elaborazione del
sensore radar (ovvero i moduli DIG). Sebbene questa sia la sua funzionalità
più importante e significativa, il cambio architetturale all’interno del sensore
radar comporta una serie di altre funzionalità e vincoli che saranno di seguito
inquadrati ed approfonditi al fine di rendere più chiara la comprensione delle
scelte progettuali adottate sia per l’hardware che per il firmware.
Nella figura 3.1 è raffigurata la nuova architettura del sensore radar SIRIO
in cui è inserita la scheda RCB:
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Figura 3.1: Nuova architettura del sensore radar con in legenda i differenti
tipi di interfacce interne ed esterne.
Di seguito sono elencati e successivamente approfonditi i requisiti che
la scheda RCB dovrà soddisfare. Essi sono suddivisi in requisiti funzionali
e requisiti volti a garantire il livello di sicurezza e sono riferiti con degli
identificatori univoci che facilitano il loro riferimento in seguito nel testo.
Requisiti Funzionali
• REQ_RCB_10: Dovrà eseguire un controllo attivo sulla coerenza
dei messaggi inviati sui bus digitali tra i due moduli DIG e il modulo
SBS.
• REQ_RCB_20: Dovrà gestire la variabilità del tempo di carica-
mento della bitstream dell’FPGA di ogni modulo DIG e la possibile
ricezione di un comando di start da parte delle schede digitali a cavallo
di un fronte del timemark.
• REQ_RCB_30: Dovrà provvedere alla distribuzione dei segnali ana-
logici I e Q alle due schede digitali.
• REQ_RCB_40: Dovrà possedere un sistema di ridondanza dell’ali-
mentazione principale che consenta la continuità del suo funzionamento
(o quantomeno della sua parte di diagnostica) anche in caso di guasto
di una delle due alimentazioni. Il guasto di una delle due alimentazioni
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dovrà comunque essere comunicato alla rimanente scheda digitale per
poi essere segnalato al sottosistema di elaborazione.
• REQ_RCB_50: Dovrà provvedere alla distribuzione del segnale di
clock a tutte le logiche programmabili del sensore radar.
• REQ_RCB_60: Dovrà effettuare la conversione dei segnali scam-
biati tra modulo SBS e modulo MAN da LVDS a LVTTL e viceversa.
• REQ_RCB_70: Dovrà avere la possibilità di funzionare anche so-
lo con un modulo DIG connesso (modalità di funzionamento one dig
mode).
• REQ_RCB_80: Dovrà permettere la gestione della catena JTAG di
tutti i dispositivi programmabili del sensore radar, questa dovrà poter
essere configurabile a seconda della conformazione del sistema (one dig
mode, per esempio).
• REQ_RCB_90: Dovrà poter provvedere alla distribuzione della li-
nea seriale RS485 e del segnale di timemark tra sottosistema di elabo-
razione e i due moduli DIG. Inoltre dovrà essere possibile per la logica
programmabile montata a bordo ricevere i segnali della linea seriale
RS485 mediante opportuni transceiver.
Requisiti volti a garantire il livello di sicurezza
• REQ_RCB_100: Dovrà avere hardware e firmare ad alta affidabili-
tà.
Inoltre la scheda RCB dovrà essere realizzata su circuito stampato mul-
tistrato ed essere compatibile con le esigenze meccaniche (dimensioni ecc..)
ed elettriche (isolamento rispetto all’involucro, livelli di tensione ecc..) del
sensore radar. La scheda dovrà soddisfare i requisiti richiesti in modo tale
da non richiedere modifiche (senon estremamente semplici) dei restanti mo-
duli all’interno del radar. Infine saranno gradite eventuali scelte progettuali
volte ad aiutare il debug e il collaudo della scheda medesima (per esempio
connettori di test, LED ecc...).
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Controllo attivo di coerenza (REQ_RCB_10)
La funzione principale della scheda RCB è il controllo di coerenza dei mes-
saggi inviati sui bus digitali multiplexati dai due moduli DIG; di seguito sono
mostrati tutti quegli aspetti che questo controllo di coerenza sottintende.
Nella figura 3.2 è mostrata la scheda RCB evidenziando i bus digitali
coinvolti in questo controllo di coerenza.
Figura 3.2: Bus digitali sui quali la scheda RCB effettua il controllo di
coerenza.
La scheda RCB deve essere in grado di ricevere i comandi inviati sul bus
multiplexato da ciascun modulo DIG e verificarne la coerenza. Nel caso che
la verifica abbia riscontro positivo, la scheda RCB invierà il comando ricevuto
al modulo SBS, altrimenti, nel caso in cui la scheda rilevi un’incoerenza nei
comandi inviati, essa la segnalerà ad entrambe le schede digitali mediante una
linea dedicata. In questo modo la scheda ancora funzionante potrà segnalare
il guasto al sottosistema di elaborazione, il quale provvederà alla messa in
sicurezza dell’intero sistema.
La comunicazione di ciascun modulo DIG verso la scheda RCB e quella
della scheda RCB verso il modulo SBS, avviene mediante un bus parallelo
multiplexato asincrono ad 11 bit (8 bit dati e 3 bit di controllo). Il modello
di comunicazione utilizzato è di tipo master-slave, in cui il dispositivo ma-
ster (modulo DIG/scheda RCB) invia comandi al dispositivo slave (scheda
RCB/modulo SBS) servendosi di un interfacciamento di tipo memory map-
ped (per inviare un comando il master scrive un opportuno valore in un
registro ad un determinato indirizzo dello slave).
Il controllo di coerenza dovrà avvenire entro un certo intervallo di tempo
in modo da risultare completamente trasparente sia per i moduli DIG che
per il modulo SBS: in questo modo, non dovranno essere apportate modifiche
ai protocolli di comunicazione. Inoltre dovrà essere garantito il rientro del
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sistema (moduli DIG e scheda RCB) in uno stato sicuro in caso di rilevamento
di un malfunzionamento. Questo dovrà essere ottenuto facendo in modo che
la scheda RCB resetti entrambe le schede digitali alla ricezione di un segnale
di malfunzionamento da parte di queste e, a seguito di questo, la scheda
dovrà resettarsi riportando così il sistema nella condizione iniziale.
Le tempistiche di comunicazione ed il protocollo sono spiegate in dettaglio
nel capitolo 4 in cui è mostrato e descritto il codice VHDL che implementa
il controllo di coerenza.
Sincronizzazione (REQ_RCB_20)
Questo requisito è necessario a sopperire alle seguenti problematiche:
1. Variabilità del tempo di caricamento della bitstream dell’FPGA posta
su ciascun modulo DIG. Questa infatti comporta l’avvio non contem-
poraneo delle due schede digitali e quindi un conseguente accesso non
coerente al bus da parte delle due schede.
2. Possibile ricezione non contemporanea dei comandi di start/stop da
parte delle due schede digitali. La ricezione dei comandi da parte delle
due schede digitali è infatti possibile solo sul fronte del segnale di time-
mark, un possibile ricezione del comando di start a cavallo del fronte
del segnale potrebbe quindi portare ad un accesso incoerente al bus da
parte delle due schede digitali.
Entrambe infatti possono indurre una disallineamento dei flussi di esecu-
zione da parte delle due schede digitali con conseguente indebita segnalazione
di incoerenza. Spetterà quindi alla scheda RCB gestire queste due problema-
tiche effettuando una sincronizzazione delle schede digitali al termine della
fase di boot di quest’ultime ed al loro primo accesso al bus.
Distribuzione dei segnali analogici I e Q (REQ_RCB_30)
La distribuzione dei segnali analogici dovrà permettere la ricezione dei segnali
provenienti dalla catena di ricezione del radar a entrambi i moduli DIG.
Nella figura 3.3 è mostrato il concetto di distribuzione del segnale ricevuto
dal radar.
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Figura 3.3: Schema di principio della distribuzione dei segnali analogici in
arrivo dal modulo SBS, notare in evidenza la necessità di evitare che una
scheda digitale possa disturbare l’altra.
In fase progettuale dovrà essere prestata particolare attenzione per evi-
tare una degradazione nella dinamica dei segnali, nonché nel disaccoppiare
le due schede digitali in modo che non introducano carichi e/o disturbi l’una
sull’altra. Inoltre, sebbene non vi siano particolari necessità di progettare
questo blocco a basso rumore (esso è infatti posizionato a valle dell’LNA),
si dovrà comunque evitare di immettere una quantità di rumore eccessiva.
Questo è stato quantificato, in fase di definizione dei requisiti, imponendo
una cifra di rumore massima di 35 dB per questo stadio (calcolata rispetto
ad una resistenza di 100Ω a 300◦K nella banda di interesse 1-800 KHz).
Ridondanza delle alimentazioni (REQ_RCB_40)
La scheda RCB dovrà servirsi di un’alimentazione ridondata per implemen-
tare il controllo attivo di coerenza sul bus (in modo da poter comunicare
l’incongruenza anche a seguito dello spegnimento di una scheda). Questa do-
vrà essere ottenuta dalla linea di alimentazione a +3.3V fornitagli da ciascun
modulo DIG. L’alimentazione ridondata non dovrà soffrire di abbassamenti
di tensione (come accadrebbe con l’utilizzo di due diodi di disaccoppiamento
vedi pag.78) e dovrà garantire l’isolamento di un eventuale cortocircuito su
un’alimentazione proveniente da un modulo DIG (non permettendo cioè che,
il cortocircuito di una linea di alimentazione comporti il passaggio di una
eventuale corrente di cortocircuito in essa a discapito del carico).
Nella figura seguente è schematizzato il concetto di isolamento sopra
descritto.
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Figura 3.4: Schema di principio dell’ alimentazione ridondata in cui viene
evidenziata la possibile corrente di cortocircuito in caso non si provveda ad
un opportuno isolamento del corto.
Il guasto di una delle due alimentazioni dovrà essere comunicato al-
la scheda digitale ancora funzionante, in modo che essa possa inoltrare la
segnalazione al sottosistema di elaborazione.
Distribuzione del clock (REQ_RCB_50)
La scheda RCB dovrà provvedere alla distribuzione del segnale di clock, pro-
veniente dal modulo SBS, a tutte le logiche programmabili all’interno del
sensore radar. Il segnale di clock, con frequenza 100MHz, è distribuito su
una coppia differenziale con standard elettrico LVPECL.
Conversione di standard logici tra modulo SBS e modulo
MAN (REQ_RCB_60)
La scheda RCB dovrà consentire la conversione di livello da LVDS a LVT-
TL single ended e viceversa dei segnali coinvolti nella comnicazione seriale
sincrona (sclock, error, data) tra modulo SBS e modulo MAN. Inoltre un op-
portuno connettore dovrà essere disposto sulla scheda RCB per permettere
l’inoltro dei segnali LVDS dalla scheda al modulo MAN (i segnali LVTTL
sono invece passati insieme ai segnali del bus multiplexato su un connettore
a 60 pin scheda-scheda).
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Figura 3.5: Segnali scambiati tra modulo SBS e modulo MAN tramite la
scheda RCB.
One DIG mode (REQ_RCB_70)
La scheda RCB deve poter funzionare anche con un solo modulo DIG colle-
gato. Questa funzionalità ovviamente non prevede alcun controllo da parte
della scheda RCB, che si limita a replicare i segnali inviati dal modulo DIG
verso il modulo SBS e viceversa: questo modo di funzionamento prende il
nome di one dig mode e permetterà di testare la scheda RCB in modo più age-
vole. Il funzionamento in one dig mode dovrà poter essere attivato mediante
jumper o interruttore direttamente sulla scheda RCB.
Catena JTAG (REQ_RCB_80)
Tramite la scheda RCB deve essere possibile configurare la catena JTAG in
”daisy chain” permettendo la connessione in cascata di tutte le logiche pro-
grammabili presenti nel sensore. Quest’ultime dovranno essere programmabi-
li direttamente dalla scheda RCB per mezzo di un connettore compatibile con
il relativo programmatore. La catena dovrà inoltre poter connettere tutte le
combinazioni possibili di elementi programmabili e dovrà essere impostabile
fisicamente sulla scheda.
Distribuzione della linea seriale RS485 (REQ_RCB_90)
Nella nuova configurazione del sensore radar (a doppia scheda digitale), ognu-
no dei due moduli DIG comunica con il sottosistema di elaborazione per mez-
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zo di una linea seriale con standard elettrico RS485 (dati + timemark vedi
figura 1.6). In una possibile applicazione futura il sottosistema di elaborazio-
ne comunicherà con il sensore radar per mezzo di un’unica linea seriale RS485
e sarà la scheda RCB a dover provvedere alla distribuzione dei messaggi pro-
venienti dall’unica linea seriale ai moduli DIG. Inoltre, sempre nell’ottica di
possibili evoluzioni future, è senz’altro utile fornire alla logica programmabi-
le montata a bordo la possibilità di ricevere i segnali della linea RS485 (per
mezzo di opportuni tranceiver). Sarà quindi necessario rendere disponibili
queste funzionalità sulla scheda RCB sebbene al momento il sistema non le
richieda.
Alta affidabilità (REQ_RCB_100)
Con riferimento a quanto detto nel capitolo 2, la scheda dovrà avere un tasso
di guasto molto basso in modo da non compromettere il raggiungimento, nel
sensore radar, del livello di sicurezza SIL3. Di conseguenza i componenti
elettronici utilizzati sulla scheda dovranno avere alta affidabilità (basso FIT)
e l’eventuale FW utilizzato dovrà rispettare gli standard di sicurezza necessari
al SWSIL4 (vedi pag. 58).
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3.2 Architettura scelta per la scheda
La scelta è ricaduta su un’architettura basata su logica programmabile ad
alta affidabilità della Lattice Semiconductor che permette di soddisfare il
requisito di alta affidabilità necessari al rispetto degli standard di sicurez-
za (REQ_RCB_100). Le alte velocità di clock possibili su queste logiche
inoltre consentono l’implementazione di macchine a stati in grado di operare
tranquillamente all’interno dei requisiti di timing che il controllo di coerenza
implica. Inoltre molte di queste logiche programmabili permettono l’utilizzo
di buffer LVDS utili alla traslazione di livello del bus seriale tra modulo SBS
e modulo MAN (REQ_RCB_60).
Per la distribuzione dei segnali I e Q sono stati utilizzati due amplificatori
differenziali in configurazione fully differential con ingressi in parallelo, solu-
zione che ha permesso il soddisfacimento dei requisiti concernenti la dinamica
ed il disaccoppiamento (REQ_RCB_30).
Per il soddisfacimento del requisito riguardante la ridondanza delle ali-
mentazioni (REQ_RCB_40) si è scelto di utilizzare componenti specifici che
sfruttano la tecnologia ORing, ovvero una combinazione di un MOSFET di
potenza e di un controller integrato che garantiscono, grazie alla bassa re-
sistenza di conduzione RDS, una dissipazione molto inferiore rispetto a una
soluzione con soli diodi. Inoltre questi tipi di integrati dispongono di un pin
dedicato per la segnalazione del fault di una linea di alimentazionecome come
richiesto da requisito. L’alimentazione ridondata ottenuta grazie a questi in-
tegrati è stata poi impiegata per alimentare la CPLD e vari altri componenti
sulla scheda RCB. Per la distribuzione del segnale di clock dal modulo SBS
(REQ_RCB_50) è stato scelto di adoperare un distributore di clock 1:4 che
ha permesso l’uso delle tecniche di terminazione LVPECL standard. Inoltre
per fornire un clock supportabile dalla CPLD lattice si è scelto di utilizzare
un traslatore di livello. La distribuzione della linea seriale tra scheda RCB
e moduli DIG (REQ_RCB_90) è stata realizzata collegando la linea in ar-
rivo alla scheda RCB a due connettori RS485 montati in parallelo. Questi
sono poi stati connessi a due transceiver, collegati a loro volta alla logica
programmabile ed alimentati da un DC/DC converter. In futuro ogni con-
nettore RS485 potrà essere collegato con la relativa linea RS485 del modulo
DIG corrispondente, ottenendo così di fatto una comunicazione broadcast fra
tre elementi. La comunicazione potrà essere mantenuta esclusiva modifican-
do i protocolli di comunicazione (da codice HDL) secondo il principio della
divisione di tempo.
Nella figura seguente è possibile vedere lo schema a blocchi dell’architet-
tura della scheda RCB con in evidenza le principali componenti e interfacce.
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Figura 3.6: Architettura della scheda RCB con in evidenza le principali
parti ed interfacce che la compongono.
La modalità di funzionamento one dig mode è segnalata alla logica pro-
grammabile mediante un jumper (e relativo pull-up) connesso ad un suo
ingresso (REQ_RCB_70).
In conformità al requisito (REQ_RCB_80) è stato scelto di realizzare
la catena JTAG mediante opportuni jumper che permettano la connessione
di tutti gli elementi programmabili desiderati. Inoltre per permettere la
programmazione delle differenti logiche Altera, Xilinx e Lattice all’interno
della catena JTAG, sono stati utilizzati due diversi tipi di connettori JTAG
montati in parallelo. Di seguito in figura 3.7 è mostrato lo schema logico
della catena JTAG realizzata sulla scheda RCB.
Figura 3.7: Schema raffigurante le possibili configurazioni della catena
JTAG realizzata sula scheda RCB.
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La chiusura di ciascun jumper permette l’esclusione di una o più logiche
programmabili dalla catena:
• Jumper1: esclude tutte le logiche programmabili dalla catena ad ecce-
zione della CPLD Lattice.
• Jumper2: esclude l’FPGA del modulo DIG2 dalla catena (one dig
mode).
• Jumper3: esclude la CPLD del modulo MAN dalla catena.
• Jumper4: escludere la CPLD del modulo SBS dalla catena.
Come è possibile notare dallo schema e dall’elenco, a seconda del jumper
utilizzato sulla scheda RCB, la catena JTAG viene chiusa con le logiche
programmabili desiderate. Per esempio, chiudendo il jumper 2 ed il jumper
3 è possibile programmare solamente le logiche presenti sul modulo SBS, sul
modulo DIG1 e sulla scheda RCB.
La restante parte del capitolo mostra i componenti scelti, il loro dimen-
sionamento e tutti quei passi di progetto necessari alla realizzazione fisica su




La scelta della CPLD (Complex Programable Logic Device) è stata
dettata dal requisito di alta affidabilità richiesto. La Lattice Semiconductor
offre numerose soluzioni tra le quali spicca per l’alta affidabilità ed il basso
costo la famiglia MachXO, una famiglia di PLD non-volatili con processo
tecnologico a 130nm che ha fra le sue principali caratteristiche:
• FIT unitario.
• Basso costo.
• Da 256 a 2280 LUT4.
• Da 73 a 271 porte I/O.
• Alta flessibilità delle porte I/O che supportano numerosi standard fra
cui LVCMOS 3.3/2.5/1.8/1.5/1.2, LVTTL, PCI, LVDS e LVPECL.
• Memoria non volatile programmabile attraverso porta JTAG.
• Instant-on(accensione in pochi microsecondi).
• Possibilità di utilizzo con varie tensioni operative (3.3V, 2.5V, 1.8V o
1.2V).
• Sleep Mode (modalità che permette fino a 1/100 del consumo statico
di corrente).
• Fino a due PLL per dispositivo.
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Nella figura sottostante sono mostrati i vari modelli che compongono la
famiglia MachXO (MachXO256, MachXO40, MachXO1200 e MachXO2280)
Il cui nome indica il numero di LUT utilizzate per implementare le funzioni
logiche.
Figura 3.8: Principali caratteristiche dei vari modelli della famiglia
MachXO, in evidenza nel riquadro rosso la MachXO2280 utilizzata.
Sebbene la funzionalità da implementare non necessiti di una quantità
eccessiva di logica, la scelta è ricaduta sul modello più prestante della famiglia
MachXO, la MachXO2280. Questa decisione è stata presa per permettere
ulteriori future implementazioni (vedi capitolo 6).
L’architettura della famiglia MachXO è composta da un array di bloc-
chi logici circondato da I/O (PIO); inoltre alcuni dispositivi di questa fami-
glia (fra cui anche la MachXO2280) dispongono di PLL e di blocchi RAM
embedded (EBR).
In figura 3.9 è mostrato uno schema a blocchi dell’architettura della
MachXO.
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Figura 3.9: Schema a blocchi dell’architettura interna della famiglia
MachXO.
I blocchi logici sono disposti in una griglia bidimensionale. Le celle PIO
sono posizionate in banchi nella periferia del dispositivo e supportano una
varietà di interfacce standard. Ci sono due tipi di blocchi logici, i PFU
(Programmable Functional Unit) e i PFF (programmable Functional unit
witout RAM). I PFU contengono i blocchi base per l’implementazione della
logica, RAM, ROM ed i registri. I PFF contengono i blochi base per l’im-
plementazione della logica ,ROM e i registri. Ogni blocco PFU consiste di 4
Slice numerate da 0 a 3 come mostrato nell’immagine sottostante.
Figura 3.10: Diagramma raffigurante l’interno di un blocco PFU.
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Ogni Slice contiene due LUT4 che alimentano due registri (programmati
per essere in modalità latch o FF) e della logica che permette alle LUT di
essere combinate per eseguire funzioni quali LUT5, LUT6, LUT7 e LUT8. É
presente una logica di controllo per implementare set e reset sincroni o asin-
croni. Inoltre i registri nelle Slice possono essere configurati per funzionare
sul fronte positivo o negativo del clock.
Nella figura sottostante è mostrata una panoramica della logica interna
alla Slice.
Figura 3.11: Schema dell’interno di una Slice.
Fra i vari package disponibili è stato scelto di utilizzare il 144TQFP
(Thin Quad Flat Pack) che, anche se munito di un minor numero di contatti
esterni rispetto alle alternative a BGA (BallGrid Array), è sicuramente più
indicato vista la richiesta di affidabilità del sistema (i BGA sono più soggetti
a problemi di saldatura) e dispone comunque di un numero di pin più che
sufficiente.
Per il reset dell’intera logica, visto che la MachXO non dispone di un
segnale di done che possa comunicare l’avvenuto caricamento della bitstream,
è stato scelto di utilizzare un monostabile attivato a tempo dalla carica di un
circuito RC. Il dispositivo utilizzato come monostabile è l’LM3704YCMM,
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un’integrato multiuso per la supervisione di segnali che può tranquillamente
essere utilizzato come monostabile previo opportuna configurazione.
Nella figura seguente è mostrata la parte di schematico realizzato in cui
è posizionato l’LM3704YCMM, la capacità da 820nF è stata montata in
modo da ottenere, insieme alla resistenza di pull-up interna al pin N_MR,
un transitorio che permetta, grazie al superamento di una determinata so-
glia, l’attivazione dell’impulso di reset asincrono dopo 1ms dall’accensione
(tempo ben superiore rispetto al tempo necessario alla CPLD per caricare la
bitstream).
Figura 3.12: Parte dello schematico raffigurante il monostabile utilizzato
per resettare la CPLD dopo il power up.
3.3.2 Ridondatore di alimentazione
Sistemi di alimentazione ridondati
L’utilizzo di sistemi di alimentazione ridondanti è necessario in sistemi in
cui sia richiesta la massima affidabilità e quindi tipicamente per l’alimenta-
zione di sistemi riguardanti la sicurezza.
Il metodo più classico di ridondare un’alimentazione è l’utilizzo di due
alimentatori collegati in parallelo per mezzo di due diodi di disaccoppiamento.
Se uno degli alimentatori si guasta, l’altro continua a funzionare garantendo
la continuità dell’erogazione della corrente al carico.
Lo schema di principio di quanto appena descritto è riportato nella figura
seguente:
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Figura 3.13: Concetto di ridondanza delle alimentazioni mediante la messa
in parallelo dei generatori e l’ausilio di diodi di disaccoppiamento.
I diodi di disaccoppiamento permettono di realizzare un sistema ridondan-
te, ovvero: in caso di disservizio di uno degli alimentatori in parallelo (anche
supponendo il caso peggiore di corto circuito sull’uscita di un alimentatore)
il rimanente alimentatore continua a fornire il servizio. Purtroppo l’inse-
rimento dei diodi di disaccoppiamento introduce anche dei problemi, come
l’abbassamento dell’effettiva tensione erogata al carico e la conseguente dis-
sipazione di potenza sul diodo stesso. I dispositivi utilizzati per ridondare
l’alimentazione della logica programmabile sulla scheda RCB (PI2121) non
soffrono invece di questo inconveniente.
L’integrato PI2121
Figura 3.14: Integrato Picor PI2121 utilizzato sulla scheda RCB per
ridondare le alimentazioni.
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Il PI2121, della Vicor Corporation, è un integrato che utilizza la tecnologia
active ORing, questa prevede l’utilizzo di un MOSFET a bassa resistenza di
conduzione (2mΩ) montato a cavallo del diodo e pilotato da un controller
integrato. Nella figura sottostante è mostrato il principio di funzionamento
di questa tecnologia:
Figura 3.15: Principio di funzionamento della tecnlogia active ORing.
Quando il diodo è in conduzione il controller attiva il MOSFET permet-
tendo così di ridurre drasticamente la potenza dissipata su di esso. In caso
invece di guasto dell’alimentazione, il controller dovrà percepire la corrente
inversa e provvedere a spegnere tempestivamente il MOSFET (tipicamente
entro 160ns).
La figura seguente mostra come il sistema di ridondanza delle alimen-
tazione sia stato ottenuto sulla scheda RCB mediante il montaggio di due
PI2121.
Figura 3.16: Schema di principio che mostra come due PI2121 siano stati
utilizzati per implementare la ridondanza della +3.3V.
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3.3.3 Distributore del clock e traslatore di livello
Per distribuire il clock LVPECL a 100MHz fornito dal modulo SBS alle logi-
che programmabili sparse in tutto il sensore radar, è stato scelto di utilizzare
il distributore di clock (1:4) ZL40202 della Microsemi. Quest’ultimo dispone
di quattro identici clock driver d’uscita capaci di operare a frequenze fino a
750MHz. Lo ZL40202 può funzionare con 2.5V+/-5% o 3.3V+/-5%, accet-
ta numerosi standard d’ingresso tra cui LVPECL, LVDS, CML e HCSL e
dispone di un FIT pari a 3.
Nella figura seguente è possibile vedere lo schema di principio del sistema
di distribuzione del clock realizzato nel sensore radar.
Figura 3.17: Schema che mostra la distribuzione del clock all’interno della
nuova architettura del sensore radar.
I moduli convertono internamente il clock differenziale LVPECL fornitogli
in LVTTL mediante un’opportuno integrato L’MC100EPT21 della onsemi-
conductor. Questa traslazione di livello viene effettuata, come si può vedere
dall’immagine soprastante, anche a bordo della scheda RCB.
3.3.4 Stadio amplificatore fully differential
La distribuzione dei segnali analogici I e Q non deve introdurre alcuna al-
terazione nella dinamica dei segnali, garantendo il disaccoppiamento delle
due schede digitali. Inoltre la cifra di rumore dello stadio dovrà risultare
inferiore a 35dB nella banda tra 1-800 KHz (a T=300◦K e calcolata rispetto
ad un impedenza di sorgente di 100Ω). Il circuito di distribuzione dei se-
gnali analogici si colloca a valle dello stadio di guadagno del modulo SBS,
il quale è caratterizzato da una resistenza di uscita pari a 100Ω. Per non
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alterare la dinamica del segnale si dovrà fare in modo che l’amplificazione
dello stadio immesso a valle risulti globalmente unitaria (compresi gli effet-
ti caricanti) e che la sua dinamica risulti maggiore o uguale di quella dello
stadio precedente. La soluzione scelta per risolvere i problemi di dinamica
e disaccoppiamento è basata su l’utilizzo di due amplificatori operaziona-
li in configurazione fully differential. Gli amplificatori utilizzati sono degli
OPA1632, amplificatori operazionali della Texas Instruments caratterizzati
da basso rumore, un’ampia dinamica ed un gain bandwidth di 180MHz.
La figura 3.18 mostra la configurazione di amplificatori fully differential
utilizzata per la distribuzione del segnale analogico Q diretto agli ADC pre-
senti su ciascun modulo DIG. Nella figura si può anche osservare la parte
finale dello stadio di guadagno del modulo SBS e la linea di trasmissione di
collegamento.
Figura 3.18: Schema di principio dello stadio realizzato.
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Dimensionamento dei resistori
Di seguito sono riportati tutti i passi che hanno portato al dimensionamento
delle resistenze dello stadio fully differential finalizzato all’ottenimento di due
obbiettivi:
1. Adattare le terminazioni.
2. Ottenere un guadagno totale dello stadio unitario.
É stato inoltre verificato il rientro della cifra di rumore nel valore massimo
fissato (35dB). Prima di tutto è stata dimensionata la resistenza Rt in modo
da ottenere l’adattamento della terminazione a 200Ω. Per fare ciò è stata
calcolata la resistenza equivalente di thevenin di quanto visto dalla sorgente
(vedi immagine sottostante), ed è stata dimensionata la Rt in modo che
questa risulti pari alla resistenza di sorgente (Rs).
Figura 3.19: Passaggi logici per il calcolo della Rt.
Per dimensionare la resistenza Rt è stato fissato il valore di Rg ad 1KΩ, la
scelta di una valore così alto è stata dettata dall’esigenza di trovare resistenze
in commercio con tolleranza 0,01%, necessarie a massimizzare il CMRR dello
stadio in modo da irrobustirlo dall’influenza di disturbi di modo comune.
Questo ha portato ad una Rt di 250Ω.
Una volta effettuato l’adattamento in ingresso sono state dimensionate le
resistenze di feedback in modo da raggiungere il guadagno unitario imposto
dalle specifiche di progetto.












dalla quale si ottiene, imponendo un’amplificazione totale unitaria ed












= 2Rg = 2KΩ (3.2)
Di seguito è mostrata la risposta in frequenza in modulo e fase dello stadio
amplificatore fully differential ottenuta con il simulatore Spice LTspice IV ed
il modello dell’OPA1632 fornito dalla casa produttrice.
Figura 3.20: Risposta in frequenza dello stadio realizzato.
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Notare, a conferma del corretto dimensionamento delle resistenze, il gua-
dagno totale unitario ottenuto dallo stadio.
Calcolo della cifra di rumore
Nella figura 3.21 è raffigurato Il circuito utilizzato per il calcolo della cifra di
rumore dello stadio amplificatore fully differential, con in evidenza la densità
di potenza di rumore in ingresso dovuta alla sola resistenza di sorgente (Ni)
e a tutti i rimanenti generatori di rumore (Na):
Figura 3.21: Circuito per l’analisi del rumore di un amplificatore fully
differential.
Nel circuito sono stati trascurati in prima approssimazione gli effetti dei
generatori di rumore dovuti al secondo amplificatore e alle sue resistenze di
feedback, questa approssimazione (validata dai calcoli svolti e dalle simula-
zioni eseguite) permette una trattazione più snella e comunque precisa alle
frequenze di interesse.
Il generatore di densità di tensione di rumore termico Es, dovuto alla ter-







. La relativa tensione di
rumore in ingresso è data dal partitore tra Rs e il parallelo di 2Rg, 2Rg ed Rt,
da cui risulta una densità di potenza di rumore in ingresso all’amplificatore








Visto che le densità spettrali di rumore sono costanti nella banda di in-
teresse nel calcolo delle potenze di rumore è stata trascurata la banda visto
che questa compare sia al numeratore che al denominatore nella formula della
cifra di rumore, ragionando unicamente in densità di potenza alle quali per
semplicità ci riferiremo d’ora in avanti solo con potenza.
Come si può osservare nella pagina precedente la resistenza 2Rg//2Rg//Rt
è stata propriamente dimensionata in modo da risultare pari a Rs, per cui la
formula precedente si semplifica in:
Ni = KTRs (3.4)





in ingresso all’amplificatore dovuta
a tutti i generatori di rumore (escluso quello termico di Rs) Na risulterà com-
binazione di Eni, Ini, Iin, Erf, Erg, Ert, E2rg. Dunque avremo considerando
i processi di rumore incorrelati:
Na = c1·(Eni)2+c2·(Ini)2+c3·(Iin)2+c4·(Erg)2+c5·(Erf )2+c6·(Ert)2+c7·(E2rg)2
(3.5)
Saranno ora esplicitate tutte le costanti moltiplicative, utilizzando il prin-
cipio di sovrapposizione degli effetti e l’ipotesi di cortocircuito virtuale (CCV).
Il generatore di tensione di rumore interno all’amplificatore agisce sull’u-




















2 · (Eni)2 (3.7)
Si vede facilmente per simmetria che i generatori Ini e Iin hanno la mede-
sima costante moltiplicativa (c2 = c3), per ricavarla è sufficiente considerare
solo uno dei due generatori di corrente e, grazie all’ipotesi di CCV, risulta
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evidente che la corrente può scorrere unicamente in Rf (altrimenti si cree-
rebbe una differenza di potenziale ai capi dell’amplificatore in contrasto con
l’ipotesi di CCV). Avremo quindi una tensione in uscita pari a I·Rf che per-
metterà, una volta riportata in ingresso, di ottenere la seguente potenza di
rumore:
c2 · (Ini)2 = c3 · (Iin)2 = Rg2 · (Ini)2 = Rg2 · (Iin)2 (3.8)












Questa, moltiplicata per Rf, permette di ottenere il contributo di tensione
di rumore in uscita dovuto a Eg. Riportando nuovamente in ingresso il con-
tributo (tenendo conto che ci sono due contributi identici, uno per ciascuna
Rg presente nel circuito) si ottiene:




2 · 4KTRg (3.10)








, per l’ipotesi di CCV agisce direttamente sull’uscita.
Riportando poi in ingresso il suo contributo (ancora una volta sono presen-
ti due contributi identici, uno associato ad ogni resistenza di feedback) si
ottiene:






La tensione di rumore associata al generatore di rumore termico della







, il suo contributo
dato alla potenza di rumore in ingresso è ricavato dal quadrato del partitore
di tensione tra Rt ed il parallelo tra 2Rg, 2Rg, Rs ovvero:







In modo del tutto analogo avremo che la costante moltiplicativa dovuta
al contributo del generatore di tensione di rumore termica associato alla
resistenza 2Rg risulterà:






Infine, utilizzando le espressioni sopracitate, si ottiene una cifra di rumore
nella banda di interesse 1-800 KHz pari a:






= 17, 9dB (3.14)
In figura 3.22 è riportato il grafico della cifra di rumore NF dello stadio
realizzato. Il grafico è stato ottenuto mediante simulazione servendosi del
simulatore Spice LTspice IV e del modello dell’OPA1632 fornito dalla casa
produttrice, notare come il valore calcolato sia praticamente identico a quello
ottenuto con la simulazione.
Figura 3.22: Grafico della cifra di rumore dello stadio fully differential
realizzato.
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La cifra di rumore ottenuta soddisfa pienamente il requisito (<35dB),
motivo per il quale non è stato necessario cercare di ridurla (per esempio
utilizzando resistenze con valori inferiori). I valori di Eni, Ini, Iin utilizzati per











datasheet). Di seguito, in figura 3.23 e 3.24 sono riportate rispettivamente
le simulazioni svolte con LTspiceIV raffiguranti l’andamento in frequenza
della densità spettrale di tensione totale di rumore di uscita per lo stadio
amplificatore fully differential, senza il contributo dovuto ai generatori del
secondo amplificatore (ad eccezione dei contributi di Rg) e con il contributo
di tutti i generatori di rumore.
Figura 3.23: Simulazione dello stadio fully differential, nel riquadro rosso
la densità spettrale di tensione di rumore in uscita (caso semplificato).
Figura 3.24: Simulazione dello stadio fully differential, nel riquadro rosso
la densità spettrale di tensione di rumore in uscita (caso reale).
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Si può notare come l’approssimazione fatta nel trascurare gli effetti del
secondo amplificatore trovi facilmente conferma nei risultati della simulazio-
ne, la quale mostra un risultato identico di densità di tensione di rumore















. Inoltre, a conferma della correttezza dei
calcoli svolti, il risultato trovato con la simulazione risulta molto vicino al






vato analiticamente durante i calcolo della cifra di rumore (in verità è stata
calcolata analiticamente la potenza in ingresso, questa però risulta facilmente
riportabile in uscita moltiplicandola per il quadrato dell’amplificazione dello
stadio ovvero 4).
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3.4 Progettazione del PCB
La progettazione del circuito stampato della scheda RCB si è articolata
sostanzialmente in tre fasi:
1. Disegno dello schematico
2. Piazzamento dei componenti e sbroglio delle piste
3. Generazione dei file gerber
3.4.1 Disegno dello schematico
In questa fase è stato disegnato lo schematico ossia lo schema elettrico del
circuito da realizzare, in cui i componenti scelti sono stati opportunamen-
te collegati e come nel caso degli OPA1632, simulati. Il CAD elettronico
utilizzato per realizzare gli schematici è stato OrCAD Capture 16.5.
In figura 3.25 si riporta a titolo esemplificativo la parte dello schematico
realizzato con OrCAD Capture 16.5 in cui è mostrato il distributore del
clock (ZL40202) ed il traslatore di livello da LVPECL differenziale a LVTTL
(MC100EPT21) utilizzati sulla scheda RCB.
Figura 3.25: Schematico della distribuzione del clock realizzato con OrCAD
Capture 16.5.
sempre in questa fase sono stati selezionati i footprint1 dei componen-
ti dalle apposite librerie predefinite (quando disponibili) oppure disegnando
1Footprint: l’impronta di un componente elettronico sul circuito stampato, può avere
varie caratteristiche tra le quali una parte elettrica che viene saldata al circuito stampato,
composta da piazzole (pin) di varia forma e dimensione. Possono essere anche presenti
altri elementi, quali perni di centraggio, viti, ecc..
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manualmente le dimensioni fisiche, numero dei pin e tipo di package del com-
ponente. Una volta inserite tutte le informazioni di tipo fisico dei componenti
si è passati alla generazione della netlist: un file di testo che contiene la de-
scrizione completa dello schematico comprensiva delle nets, dei componenti
e dei relativi footprints.
Nella figura seguente è possibile vedere ad esempio il footprint della CPLD
MachXO con package TQFP144 utilizzata a bordo della scheda RCB, con in
evidenza le dimensioni fisiche espresse in millimetri.
Figura 3.26: Footprint del package TQFP144 della CPLD MachXO
utilizzata.
3.4.2 Piazzamento dei componenti e sbroglio delle piste
Passando per uno strumento software dedicato (OrCAD PCB Designer 16.5)
si è proceduto al piazzamento dei componenti importando la netlist generata
e procedendo al posizionamento manuale dei dispositivi. Questa fase come
la successiva non sono state effettuate direttamente dal sottoscritto nel corso
di questo lavoro di tesi, c’è stato comunque un lavoro di progettazione ed
un continuo interfacciamento con il progettista di PCB al fine di decidere
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la posizione e dimensione delle piste di collegamento, dei componenti e dei
piani di massa.
Studio del posizionamento dei componenti
Il posizionamento dei connettori sulla scheda RCB ha rivestito particolare
importanza in quanto, visto il requisito di non modifica dei restanti moduli
HW interni al sensore radar (vedi pag. 69) e visto che nella sua precedente
configurazione il modulo SBS e l’unica scheda digitale si interfacciavano per
mezzo di connettori scheda-scheda, è stato necessario disporre la medesima
tipologia di connettori anche sulla scheda RCB, posizionando quest’ultima
fra i due moduli DIG ed il modulo SBS.
Di seguito è mostrato un esploso dal quale è possibile comprendere come
nella precedente configurazione del sensore radar il modulo SBS si connetteva
all’unica scheda digitale presente, il tipo di connettori impiegati ed i segnali
in transito in essi.
Figura 3.27: Connessione tra modulo DIG e modulo SBS nella prece-
dente versione del sensore radar ed i principali segnali passanti per ciascun
connettore.
Di seguito è invece mostrato un esploso raffigurante come nel nuovo sen-
sore radar a doppia scheda digitale i due moduli DIG, la scheda RCB ed il
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modulo SBS si connettono.
Figura 3.28: Esploso raffigurante il montaggio della scheda RCB fra il
modulo SBS e i due moduli DIG ed i principali segnali passanti per ciascun
connettore.
Come si può facilmente dedurre dalle immagini è stato necessario dispor-
re con la massima cura i connettori sulla scheda RCB permettendo cosi il
corretto montaggio a ”sandwitch” dei moduli.
Ulteriori connettori/componenti sono stati disposti centralmente in linea
sulla scheda RCB per permetterne un facile accesso una volta montato il
sistema quali:.
• connettore mictor a 76 pin: per il prelievo dei segnali sui tre bus mul-
tiplexati (utile in fase di debug della scheda per il collegamento ad un
logic analyzer, vedi cap.5).
• connettori JTAG Altera e Xilinx per programmare la scheda in confor-
mità al requisito REQ_RCB_80.
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• connettore JTAG Altera per il collegamento in catena della logica pro-
grammabile del modulo MAN in conformità al requisito REQ_RCB_80.
• connettore 5x2 per la comunicazione tra modulo MAN e modulo SBS
attraverso la linea seriale RS485, vedi requisito REQ_RCB_60.
• jumper per la configurazione della catena JTAG.
• led per il controllo del corretto funzionamento della CPLD.
Il distributore di clock (ZL40202) è stato accuratamente disposto in modo
da ottenere la stessa lunghezza dei percorsi di clock in arrivo alle logiche
del sistema. Anche lo stadio amplificatore fully differential è stato disposto
sulla scheda RCB in maniera tale da ottenere percorsi per i segnali analogici
I/Q con la stessa lunghezza. Le figure 3.29 e 3.30 mostrano rispettivamente
il top view ed il bottom view della scheda RCB con una legenda dei vari
componenti.
Figura 3.29: Top view della scheda RCB con in legenda i vari componenti.
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Figura 3.30: Bottom view della scheda RCB con in legenda i connettori
montati.
I vari fori praticati sulla scheda (vedi riferimento 12 nella pagina pre-
cedente) sono stati praticati per permettere il contatto delle FPGA e degli
ADC presenti sulle schede digitali con la meccanica di dissipazione del radar
(disposta lato SBS).
Scelta e dimensionamento delle linee di trasmissione
Dopo aver posizionato i componenti e i connettori sulla scheda RCB si è
passati allo sbroglio manuale dei fili (fase di routing). Questa fase ha visto
la sostituzione delle linee virtuali di connessione tra i pin, tracciate automa-
ticamente dal CAD, con le piste stampate. Sono state scelte le tipologie di
linee di trasmissione da utilizzare, le loro dimensioni fisiche, le connessioni
ai pin e le vias. Sulla scheda RCB è stato scelto di realizzare in stripline i
segnali differenziali (clock e segnali I/Q) in modo da schermare quest’ultimi
a discapito di un routing più difficoltoso.
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Le figura seguente mostra il dimensionamento scelto per le stripline uti-
lizzate per i segnali di clock da/verso il distributore di clock con impedenza
differenziale (2·Zodd) 100Ω.
Figura 3.31: Immagine raffigurante le dimensioni scelte per la stripline
utilizzata per le linee di clock a 100MHz con impedenza differenziale 100Ω.
Piani di massa
Come regola generale, su un PCB è bene dedicare un intero layer come piano
di massa, questo permette di schermare tutta la circuitazione presente e
di rendere minima la lunghezza delle tracce di massa dei vari componenti.
Inoltre un’altra buona regola è utilizzare un piano di massa analogica e una
digitale. Il motivo per cui le masse vengono separate è che così facendo le
due circuitazioni sono sempre e comunque separate nel PCB evitando cosi che
si creino accoppiamenti tra la parte analogica e digitale. Inoltre separare le
masse in analogica e digitale permette di rendere il dispositivo il più possibile
esente da disturbi indotti dal mondo esterno evitando ground-loops cioè anelli
di massa. Questi anelli di massa più o meno grandi possano infatti fungere
da antenna e captare i disturbi provenienti dalla parte digitale o dall’esterno
umentando il rumore e compromettendo il buon funzionamento del circuito
elettronico. La configurazione detta a ”Stella” permette di scongiurare questo
fenomeno dannoso utilizzando più piani di massa connessi tra loro in un
unico punto detto ”centro di massa” evitando cosi anelli e riferendo tutte le
parti circuitali allo stesso zero. In genere quando si collega il piano di massa
digitale al piano di massa analogico si tende ad effettuare questo collegamento
attraverso un resistore di valore pari a 0Ω che va a rappresentare il nostro
centro stella. Inoltre, poiché la resistenza non varrà mai zero può aiutare a
smorzare eventuali oscillazioni tra le masse.
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Sulla scheda RCB sono state utilizzate tutte le accortezze sopracitate,
disponendo i componenti analogici e digitali sopra i rispettivi piani di massa
(massa analogica e massa digitale), ad eccezione della resistenza di collega-
mento da 0Ω, non montata sulla scheda per evitare l’insorgere di anelli di
massa. Come si può infatti vedere dall’immagine seguente sulla schede di-
gitali queste resistenze sono gia presenti e l’immissione sulla scheda RCB di
un ulteriore resistenza porterebbe ad un anello di massa indesiderato.
L’immagine seguente mostra il concetto appena espresso.




Di seguito viene mostrato lo stack-up2 della scheda RCB, notare i 6 layer in
cui è stata realizzata ed i principali segnali che interessano ogni livello.
Figura 3.33: Stack-up della scheda RCB.
Sono riportati ora nel dettaglio i sei livelli del circuito stampato realizzato.
Figura 3.34: Primi due livelli dello stack-up realizzato.
2Stack-up: configurazione dei layer all’interno del circuito stampato. Lo stack-up del
PCB riguarda principalmente i segenti aspetti: il numero di strati (layer), il numero ed il
tipo di piani usati (di massa o di alimentazione), la sequena degli strati e la loro spaziatura.
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Figura 3.35: rimanenti quattro livelli dello stack-up realizzato
3.4.3 Generazione dei file gerber
Terminata con successo la fase di placement and routing sono stati genera-
ti i gerber, dei file che racchiudono tutte le informazioni necessarie per la
realizzazione fisica del PCB, in particolare come dovrà essere tagliata, lami-
nata e forata la scheda. Il software realizza un file gerber per ogni layer del
PCB. Una volta definiti tutti i files gerber, questi sono stati passati alla ditta
incaricata della realizzazione fisica della scheda RCB.
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Di seguito è ora mostrata la scheda RCB realizzata con in evidenza i
principali componenti.
Figura 3.36: Scheda RCB realizzata (top view).
Seguono adesso una serie di immagini che mostrano rispettivamente: il
modulo SBS, la scheda RCB connessa al modulo SBS, le due schede digitali
connesse sopra la scheda RCB e il modulo SBS ed infine una vista in sezione
del montaggio a ”sandwitch” dei vari moduli.
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Figura 3.37: Modulo SBS.
Figura 3.38: Scheda RCB e modulo SBS).
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Figura 3.39: Moduli DIG, scheda RCB e modulo SBS (non in vista).




In questo capitolo vengono mostrati tutti i passi che hanno portato alla realiz-
zazione del firmware caricato nella memoria flash interna alla MachXO2280.
Generalmente per firmware si intende un codice e/o una sequenza d’istru-
zioni integrate direttamente all’interno di un componente elettronico. Nel
caso specifico di componenti programmabili, il termine firmware può essere
utilizzato per descrivere l’insieme di bit di configurazione caricato nella logi-
ca (o come nel caso in questione nella memoria flash di caricamento) detto
configuration bitstream o bitstream.
Di seguito, dopo aver fornito una breve panoramica sui requisiti che il
firmware dovrà soddisfare, viene mostrato il principio di funzionamento del
codice VHDL realizzato e tutti i blocchi che lo compongono. Successivamente
viene mostrata la parte di sintesi e programmazione della logica ed infine è
esposta la fase di verifica svolta sul codice per controllarne il rispetto dei
requisiti e delle normative.
4.1 Requisiti firmware
In riferimento ai requisiti richiesti per la scheda RCB (vedi pag. 62), il firm-
ware utilizzato dovrà soddisfare un sottoinsieme dei requisiti visti al capitolo
3. In particolare suddividendo, come già fatto nel capitolo 3, tra requisiti fun-
zionali e requisiti volti a garantire il livello di sicurezza, i requisiti allocabili
sul firmware sono i seguenti:
Requisiti funzionali
• REQ_RCB_10: dovrà eseguire un controllo attivo sulla coerenza dei
messaggi inviati sui bus digitali tra i due moduli DIG e il modulo SBS
rispettando i vincoli temporali imposti dal protocollo di comunicazione.
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• REQ_RCB_20: dovrà gestire la variabilità del tempo di caricamento
della bitstream dell’FPGA posta su ciascun modulo DIG e l’eventualità
di una ricezione non contemporanea dei comandi di start da parte delle
due schede digitali effettuando una sincronizzazione.
• REQ_RCB_40: dovrà comunicare la presenza di un eventuale gua-
sto di un alimentazione (segnalato dal relativo PI2121 per mezzo di un
segnale dedicato)alla rimanente scheda digitale.
• REQ_RCB_60: dovrà effettuare la conversione dei segnali scambiati
tra modulo SBS e modulo MAN da LVDS a LVTTL e viceversa.
• REQ_RCB_70: dovrà poter funzionare anche solo con un modulo
DIG connesso (modalità di funzionamento one dig mode).
Requisiti volti a garantire il livello di sicurezza
• REQ_RCB_100: dovrà rientrare nello standard di sicurezza SW-
SIL4, questo comporta la realizzazione di un opportuna documenta-
zione, il soddisfacimento del coding standard e l’utilizzo di tecniche e
strumenti di verifica conformi al verification plan (vedi pag. 125).
4.2 Schema a blocchi e principio di funziona-
mento
In base ai requisiti sopracitati è stato realizzato il codice VHDL utilizzato per
caricare il firmware nella memoria flash interna alla CPLD Lattice MachXO.
Nella figura seguente è mostrato lo schema a blocchi generale del top level
implementato, i blocchi logici che lo compongono e le interfacce interne ed
esterne utilizzate:
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Figura 4.1: Schema a blocchi del top level del codice HDL realizzato.
La principale funzione di ciascun blocco interno al top level ed il requisito
o i requisiti che esso contribuisce a soddisfare sono mostrati nella seguente
tabella:
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Nome del Blocco Funzione Requisito






Gestisce la sincronizzazione delle sche-





Gestisce il reset sincrono di tutti i bloc-
chi e controlla la coerenza delle richieste





Comunica la presenza di un eventua-
le malfunzionamento all’interno della






Effettua la traslazione di livello dei
segnali scambiati tra modulo SBS e
modulo MAN.
REQ_RCB_60
Il principio di funzionamento del codice realizzato è piuttosto semplice. Il
blocco RCB_SYNCHRONIZER gestisce la sincronizzazione delle due schede
digitali all’accensione mediante lo scambio di opportuni segnali di acknowled-
ge e successivamente (per mezzo del segnale en_arbiter) abilita al funziona-
mento il blocco RCB_ARBITER. É proprio quest’ultimo ad implementare
il vero e proprio controllo di coerenza del bus multiplexato in conformità
ai requisiti mostrati precedentemente. In caso di attivazione di un qualsia-
si segnale di diagnostica esterno o interno al sistema (dovuto all’ingresso in
uno stato spurio da parte di una macchina a stati oppure al rilevamento di
un’incoerenza sul bus), il blocco RCB_DIAG_MONITOR segnala il mal-
funzionamento ai due moduli DIG per mezzo dei segnali rcb_diag_out1 e
rcb_diag_out2. Il blocco RCB_RESET_REQUEST invece attiva il segnale
di reset sincrono del sistema alla ricezione di una richiesta di reset da parte
di almeno una delle schede digitali. Il blocco RCB_LVDS_BUFFERS agi-
sce in maniera del tutto indipendente dagli altri blocchi ed è semplicemente
costituito dall’instanza di buffer LVDS presenti nella libreria dei componenti
fornita dalla Lattice Semiconductor.
Le macchine a stati RCB_ARBITER ed RCB _SYNCHRONIZER co-
municano per mezzo dei segnali safe_arbiter e safe_synchronizer l’entrata
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nello stato recovery a seguito dell’ingresso in uno stato non specificato (stato
sicuro implementato in conformità al coding standard illustarto a pag 59 per
mezzo del costrutto ”when others”). Questi segnali sono inviati assieme agli
altri segnali di diagnostica al blocco RCB_DIAG_MONITOR.
Tutti i blocchi ricevono il medesimo clock a 100MHz (inviato dall’integra-
to MC100EPT21 montato a bordo della scheda RCB) ed il medesimo segnale
di reset asincrono rst_n.





Nella figura sottostante è mostrato il top level del blocco logico RCB_ARBITER.
Figura 4.2: Top level del blocco RCB_ARBITER.
Il blocco RCB_ARBITER si interfaccia con alcuni dei blocchi logici in-
stanziati nel top level, con i due moduli DIG ed il modulo SBS (vedi figura
4.3).
Figura 4.3: Schema di principio che mostra i segnali che il modulo
RCB_ARBITER scambia con gli altri blocchi logici.
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L’RCB_ARBITER implementa il controllo di coerenza sul bus parallelo
multiplexato ad 11bit (8 dati e 3 di controllo) utilizzato da ciascun modulo
DIG per impartire comandi al modulo SBS. In caso di esito positivo del
controllo, l’RCB_ARBITER inoltra il comando ricevuto al modulo SBS,
altrimenti, in caso di incoerenza tra i comandi ricevuti, segnala l’avvenuto
malfunzionamento al blocco RCB_DIAG_MONITOR per mezzo del segnale
inc_detection (vedi schema del top level a pag. 99).
Comunicazione su bus multiplexato
Al fine di chiarire il comportamento della macchina a stati e l’esatta manie-
ra in cui è stato implementato il controllo di coerenza sul bus viene prima
spiegato il protocollo di comunicazione (con relative tempistiche) utilizzato
dai moduli DIG per comunicare con il modulo SBS.
Figura 4.4: Bus multiplexato con i segnali che lo compongono.
Il modello di comunicazione del bus è di tipo master-slave, in cui il dispo-
sitivo master (modulo DIG) impartisce comandi al dispositivo slave (modulo
SBS) attraverso un bus multiplexato servendosi di un interfacciamento di
tipo memory mapped, ovvero scrivendo un determinato valore in un registro
dello slave.
Il bus multiplexato è stato creato per ridurre il numero di segnali utilizzati
permettendo il transito sul bus sia ai dati che agli indirizzi. Il funzionamen-
to è semplice, le linee del bus (8bit) vengono inizialmente utilizzate per il
trasferimento dell’indirizzo del registro in cui si desidera scrivere o leggere e
successivamente per quello del dato che si vuole scrivere o leggere.
L’intera comunicazione è gestita mediante l’utilizzo da parte del master
di 3 segnali di controllo attivi bassi ale_n, we_n e rd_n rispettivamente
utilizzati per controllare la scrittura di indirizzi, la scrittura di dati e la
lettura di dati.
Per impartire un comando (ovvero per scrivere in un registro) il master
invia sul bus (che normalmente è mantenuto in alta impedenza sia dal master
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che dallo slave) l’indirizzo del registro in cui desidera scrivere e successiva-
mente (dopo 40ns) attiva il segnale di controllo ale_n per 160ns. Passati
40ns dalla disattivazione del segnale di controllo il master smette di inviare
sul bus l’indirizzo e torna in alta impedenza. Per l’invio del dato il master
ripete la stessa operazione con le medesime tempistiche utilizzando il segnale
di controllo we_n anziché ale_n.
Nella figura sottostante a titolo esemplificativo viene mostrata una parte
di comunicazione su bus multiplexato con relative tempistiche in cui il mo-
dulo DIG impartisce un determinato comando al modulo SBS scrivendo 19
(00010011’b) nel registro corrispondente all’indirizzo 1 (00000001’b).
Figura 4.5: Esempio di scrittura sul bus multiplexato.
In lettura il master trasmette l’indirizzo nello stesso identico modo e con
le medesime tempistiche e successivamente attiva il segnale di controllo rd_n
per 160ns. Trascorsi 120ns dall’attivazione il master preleva il valore dal bus
ovvero esegue l’effettiva lettura del valore desiderato (vedi figura sottostante).
Figura 4.6: Esempio di lettura sul bus multiplexato.
Dalla descrizione del protocollo si osserva che per eseguire in modo tra-
sparente il controllo di coerenza durante gli accessi in lettura, la scheda RCB
disporrà di soli 120ns per:
1. Verificare la consistenza dei segnali di controllo.
2. Inoltrare in caso di esito positivo il segnale rd_n verso il modulo SBS.
3. Leggere la risposta da parte di quest’ultimo.
4. Inoltrarla verso i moduli DIG.
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Questo vincolo temporale è stato preso in considerazione durante lo svi-
luppo del blocco logico RCB_ARBITER. Nel successivo paragrafo verrà
fornita una descrizione dettagliata del suo funzionamento.
Codice VHDL e macchina a stati
Il blocco RCB_ARBITER è realizzato con una descrizione di tipo compor-
tamentale ed è costituito da:
• Una Macchina a stati di Moore costituita a sua volta da:
– processo del registro di stato.
– processo del next-state.
– processo di uscita.
• Un processo contatore a N bit.
• Un processo combinatorio che implementa i buffer tristate per i bus.
• Un processo si sincronizzazione che realizza una doppia registrazione
dei segnali di controllo del bus.
Tutti i processi sincroni realizzati nel blocco RCB_ARBITER sono im-
plementati con reset sincrono (rst_request) e asincrono (rst_n). La figura se-
guente mostra lo schema di principio del blocco RCB_ARBITER in cui sono
mostrati i vari processi che lo compongono ed i segnali che essi scambiano:
Figura 4.7: Schema di principio del blocco RCB_ARBITER.
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Processo tristate
I buffer tristate sono necessari per consentire il corretto pilotaggio del bus bi-
direzionale da parte dei moduli che vi accedono. I buffer sono stati realizzati
mediante due processi combinatori che controllano lo stato dei bus bidire-
zionali dei moduli DIG e del modulo SBS mediante l’utilizzo dei segnali di
output enable ”oe_digs” e ”vote_ok” comandati dalla macchina a stati.
Figura 4.8: Codice VHDL che descrive le porte tristate implementate per
i bus.
Processo contatore
Il processo sincrono che implementa il contatore è utilizzato sostanzialmente
come contatore di tempo. Esso permette la gestione del tempo di stazio-
namento della macchina a stati in un determinato stato garantendo così il
rispetto delle tempistiche del protocollo di comunicazione. Il superamento
di determinate soglie da parte della variabile di conteggio i_cnt determina
l’attivazione di determinati segnali (finish_countN) utilizzati dalla macchina
a stati per procedere o meno nello stato successivo. La variabile di conteg-
gio può essere poi azzerata dalla macchina a stati mediante l’utilizzo di un
opportuno segnale di reset detto reset_count.
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Processo sincronizzatore
I segnali di controllo we_n, ale_n e rd_n sono inviati dalla macchina a stati
CPLD_INTERFACE presente su ciascun modulo DIG. Visto che quest’ul-
tima si trova a funzionare all’interno di un differente dominio di clock, per
prevenire il verificarsi di episodi di metastabilità sui segnali asincroni rice-
vuti è stato necessario effettuare una doppia registrazione di quest’ultimi
mediante un opportuno processo sincrono. Nella figura 4.9 è mostrata in
linea di principio l’operazione svolta su ogni ingresso asincrono del blocco
RCB_ARBITER per non incorrere in fenomeni di metastabilità:
Figura 4.9: Trattamento degli ingressi asincroni implementato dal processo
sincronizzatore su ciascun segnale di controllo.
Di seguito, al fine di evitare un inutile spreco di spazio non trasmettendo
alcun concetto aggiuntivo è riportato un esempio del processo di sincroniz-
zazione utilizzato in cui è registrato solamente un segnale (signal_n).
Figura 4.10: Esempio di codice utilizzato per registrare i segnali di controllo
dei due bus multiplexati verso i moduli DIG.
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La macchina a stati
La macchina a stati di Moore che comanda il funzionamento del blocco
RCB_ARBITER (vedi immagine 4.11) è composta da 17 stati. Nella fi-
gura seguente è possibile osservare il diagramma degli stati corrispondente.
Le uscite corrispondenti ad ogni stato non sono mostrate per evidenti motivi
di spazio ma sono comunque descritte in seguito nel corso della spiegazione
della macchina. Notare i segnali registrati dal processo di sincronizzazione
caratterizzati dal suffisso synchro e lo stato sicuro recovery.
114
Figura 4.11: Diagramma di stato della macchina a stati interna al modulo
RCB_ARBITER.
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All’accensione la macchina si trova nello stato di reset, dopodiché al col-
po di clock successivo entra nello stato waiting_en_from_sync in cui at-
tende l’attivazione del segnale di ingresso en_arbiter da parte del blocco
sincronizzatore. Ricevuto quest’ultimo, la macchina procede nello stato wai-
ting_command in cui monitora i segnali di controllo del bus multiplexato ver-
so le due schede digitali opportunamente registrati dal processo sincronizza-
tore: we_n1_synchro, we_n2_synchro, ale_n1_synchro, ale_n2_synchro,
rd_n1_synchro, rd_n2_synchro. All’attivazione di uno di questi segnali la
macchina avanza nello stato waiting_command2 in cui controlla l’effettiva
coerenza dei segnali (è stato aspettato un colpo di clock prima di procede-
re all’effettiva verifica per evitare un indebita segnalazione di incoerenza a
seguito di un differente campionamento degli ingressi asincroni). In caso di
coerenza dei segnali (oppure in caso di attivazione di un segnale di controllo
da parte del modulo DIG1 e del segnale one_dig_mode_n, eventualità non
mostrata dallo schema per carenza di spazio) si procede in uno fra gli stati
checking_bus_add, checking_bus e rd_received in cui viene implementa la
comunicazione sul bus verso il modulo SBS (finora in tutti questi stati il
contatore è stato tenuto azzerato tramite l’opportuna uscita reset_count).
In caso invece di inconsistenza dei segnali la macchina avanza nello stato
inconsistance in cui è attivato il segnale di uscita inc_detection diretto al
blocco RCB_DIAG_MONITOR. Come evidenziato nel diagramma di sta-
to, i successivi stati implementano la scrittura degli indirizzi, dei dati e la
lettura dei dati. Il ramo di scrittura dell’indirizzo e di scrittura del dato
funzionano nella medesima maniera e quindi per evitare inutili ripetizioni
viene di seguito spiegata solo la sequenza di passaggi di stato per la scrit-
tura dell’indirizzo. Nello stato checking_bus_add viene avviato il conteggio
e viene campionato il valore dei bus in caso questo risulti coerente (questa
fase non è critica dal punto di vista della metastabilità perché, come si puo
notare nell’immagine 4.5, il protocollo di comunicazione sul bus multiple-
xato prevede l’immissione dell’indirizzo sul bus 40ns prima dell’attivazione
del segnale di controllo ale_n) e si procede nello stato start_wr_add. Nello
stato start_wr_add si invia il dato campionato sul bus verso il modulo SBS
(data_to_radar) e si attende il superamento della prima soglia da parte del
contatore, notificato per mezzo dell’attivazione del segnale finish_count1.
Ricevuto quest’ultimo si procede nello stato start_wr_add_ale_st in cui è
attivato il segnale di controllo del bus we_n_to_radar verso il modulo SBS e
si attende il superamento della seconda soglia. Ricevuto il secondo segnale di
superamento soglia (finish_count2) si continua nello stato end_wr_add_st.
In questo stato si disattiva il segnale di controllo per poi ritornare nello stato
waiting_command all’arrivo dell’ultimo segnale di superamento soglia (fi-
nish_count3). In questo stato il contatore è mantenuto azzerato ed i bus
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sono mantenuti in alta impedenza (tramite la disattivazione dei segnali di
output enable). Più semplice risulta essere la lettura. Una volta nello stato
rd_received si continua a tenere azzerato il contatore, si attiva il segnale di
controllo per la lettura verso il modulo SBS (rd_n_to_radar) e si procede
nello stato successivo rd_received2 in cui si smette di azzerare il contatore,
si campiona il dato messo sul bus dal modulo SBS (puramente combinatorio
quindi più che sufficienti 10ns) e si procede nell’ultimo stato. Nell’ultimo
stato wr_rd si invia sui bus verso i moduli DIG il dato letto e alla ricezione
del segnale di superamento soglia (finish_count4) inviato dal contatore si
ritorna nello stato waiting_command.
4.3.2 RCB_SYNCHRONIZER
Di seguto è mostrato il top level del blocco logico RCB_SYNCHRONIZER.
Figura 4.12: Top level del blocco rcb_synchronizer.
Il blocco RCB_SYNCHRONIZER è responsabile della sincronizzazione
delle due schede digitali, sia al termine della fase di boot dei due moduli
DIG che alla ricezione del loro primo messaggio di start dal sottosistema di
elaborazione. Questa sincronizzazione è necessaria per sopperire ai seguenti
problemi:
• Variabilità del tempo necessario alle schede digitali per caricare la
bitstream.
• Possibile inizio di una comunicazione da parte delle due schede digitali
ad istanti differenti (a seguito alla ricezione del comando da parte del
sottosistema di elaborazione in istanti differenti).
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Il blocco RCB_SYNCHRONIZER si interfaccia con alcuni dei blocchi lo-
gici instanziati nel top level e con i due moduli DIG (vedi figura sottostante).
Figura 4.13: Schema di principio che mostra i segnali che il modulo
RCB_SYNCHRONIZER scambia con gli altri blocchi logici.
L’RCB_SYNCHRONIZER monitora il segnale dig_ready_n inviato da
ciascun modulo DIG al termine della fase di caricamento della bitstream.
Una volta rilevata l’attivazione di entrambi i segnali da parte dei due modu-
li DIG, l’RCB_SYNCHRONIZER invia contemporaneamente un segnale di
acknowledge (start_dig) a ciascuna scheda digitale per segnalare il termine
della fase di caricamento di entrambe le schede, comportando così la ripresa
del normale flusso di esecuzione di quest’ultime. Terminata questa prima fase
l’RCB_SYNCHRONIZER monitora i segnali start_rcv_n inviati da ciascun
moduli DIG sul fronte di salita del segnale di timemark a seguito della rice-
zione di un comando di start sulla seriale. In maniera del tutto simile alla
precedente, una volta rilevata l’attivazione di entrambi i segnali da parte dei
due moduli DIG, l’RCB_SYNCHRONIZER invia contemporaneamente un
segnale di acknowledge (start_ack) a ciascuna scheda digitale per segnalare
l’avvenuta ricezione del messaggio di start da entrambe le schede, compor-
tando così l’inizio dell’invio dei comandi al modulo SBS. L’invio dell’ultima
coppia di segnali di acknowledge sancisce l’attivazione del segnale en_arbiter
necessario ad abilitare il funzionamento dell’omonimo blocco. In questo modo
si riesce a sincronizzare l’inizio della comunicazione delle due schede digitali
verso la scheda RCB evitando erronee segnalazioni di inconsistenza.
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Codice VHDL e macchina a stati
Viene adesso descritto il codice che costituisce il blocco RCB_SYNCHRONIZER.
Come per il blocco RCB_ARBITER anche il blocco RCB_SYNCHRONIZER
è realizzato con una descrizione di tipo comportamentale. Esso è costituito
da:
• Una Macchina a stati di Moore costituita a sua volta da:
– processo del registro di stato.
– processo del next-state.
– processo di uscita.
• Un processo di sincronizzazione che realizza una doppia registrazione
dei segnali di controllo del bus.
Tutti i processi sincroni realizzati nel blocco sono implementati con reset
sincrono (rst_request) e asincrono (rst_n). La figura seguente mostra lo
schema di principio del blocco RCB_SYNCHRONIZER in cui sono mostrati
i vari processi che lo compongono ed i segnali che essi scambiano:
Figura 4.14: Schema di principio del blocco RCB_SYNCHRONIZER.
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Processo sincronizzatore
I segnali di sincronizzazione dig1_ready_n, dig2_ready_n, start1_rcv_n e
start2_rcv_n sono inviati dalla macchina a stati CPLD_INTERFACE pre-
sente su ciascun modulo DIG. Visto che quest’ultima funziona con un diffe-
rente dominio di clock, per evitare episodi di metastabilità sui segnali asincro-
ni ricevuti è stato necessario effettuare come per il blocco RCB_ARBITER
una doppia registrazione di questi segnali mediante un opportuno processo
sincrono (vedi figura 4.9 e 4.10).
La macchina a stati
La macchina a stati di Moore che comanda il funzionamento del blocco
RCB_SYNCHRONIZER è composta da 9 stati. Nella figura 4.15 è pos-
sibile osservare il diagramma degli stati corrispondente. Notare i segnali di
ingresso registrati dal processo di sincronizzazione caratterizzati dal suffisso
synchro e lo stato sicuro recovery.
All’accensione la macchina si trova nello stato di reset, dopodiché al colpo
di clock successivo entra nello stato waiting_digs in cui attende l’attivazione
del segnale dig_ready_n da parte dei moduli DIG. In caso di attivazione da
parte del solo modulo DIG1 o 2, in presenza del segnale one_dig_mode_n
non attivo, la macchina procede nello stato di attesa waiting_dig1/2. In caso
invece la macchina rilevi l’attivazione di entrambi i segnali dig1_ready_n e
dig2_ready_n oppure dig1_ready_n e one_dig_mode_n la macchina pro-
cede nello stato waiting_digs2 in cui invia i due segnali di acknowledge
start_dig1 e start_dig2 che sbloccano i due moduli DIG al termine del cari-
camento della bitstream (prima sincronizzazione). Negli stati waiting_dig1
e waiting_dig2 non si fa altro che attendere rispettivamente l’attivazione
dei segnale dig1_ready_n o dig2_ready_n per procedere nello stato wai-
ting_digs2. I passaggi di stato successivi replicano esattamente la prima fase
di sincronizzazione sebbene naturalmente cambino i nomi degli stati e quelli
dei segnali utilizzati. Al termine delle due fasi di sincronizzazione la macchi-
na giunge nello stato finish in cui attiva anche la seconda coppia di segnali
di acknowledge start1_ack e start2_ack.
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Di seguito è mostrato il top level del blocco logico RCB_REQ_MONITOR.
Figura 4.16: Top level del blocco RCB_RESET_REQ_MONITOR.
Il blocco RCB_REQ_MONITOR ha due funzioni:
1. Gestire l’invio del segnale di reset sincrono ai restanti blocchi logici in
caso di richiesta di reset da parte di entrambi i moduli DIG.
2. Segnalare al blocco RCB_DIAG_MONITOR mediante il segnale di
diagnostica diag_rst_req l’incoerenza dei segnali utilizzati dai due
moduli DIG per richiedere il reset della scheda RCB (rst_req_1 e
rst_req_2).
Queste funzioni permettono la corretta gestione del reset dei moduli DIG e
della scheda RCB a seguito della ricezione di una diagnostica. Il protocollo
del reset prevede infatti, in caso di incoerenza della comunicazione sul bus,
l’invio del segnale di diagnostica ai due moduli DIG (vedi pag. 64). Que-
st’ultimi dovranno resettarsi ed attivare i segnali di richiesta di reset rst_req
necessari al reset sincrono della scheda RCB. In caso di incoerenza delle ri-
chieste di reset (e quindi di un malfunzionamento) la scheda RCB segnalerà
nuovamente l’incoerenza e non si resetterà.
Il blocco RCB_RESET_REQ _MONITOR si interfaccia con alcuni dei
blocchi logici instanziati nel top level e con i due moduli DIG (vedi figura
4.17).
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Figura 4.17: Schema di principio che mostra i segnali che il modulo
RCB_RESET_REQ_MONITOR scambia con gli altri blocchi logici.
Codice VHDL
Viene adesso descritto il codice che costituisce il blocco RCB_RESET_REQ
_MONITOR.
A differenza degli altri blocchi logici visti fino ad ora questo blocco (rea-
lizzato con descrizione comportamentale) non è una macchina a stati ma
risulta costituito da:
• un processo sincrono che implementa le effettive funzionalità del blocco.
• un processo di sincronizzazione.
Entrambi questi processi sincroni sono stati implementati con reset sin-
crono (rst_request) e asincrono (rst_n). La figura seguente mostra lo sche-
ma di principio del blocco RCB_RESET_REQ _MONITOR ed i segnali
scambiati dai processi che lo compongono.
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Figura 4.18: Schema di principio del blocco RCB_RESET_REQ
_MONITOR.
Processo sincronizzatore
I segnali rst_req_1 e rst_req_2 sono inviati dalla macchina a stati CON-
TROL_UNIT presente su ciascun modulo DIG. Visto che quest’ultima fun-
ziona con un differente dominio di clock, per evitare episodi di metastabilità
sui segnali asincroni ricevuti è stato necessario effettuare come per preceden-
ti blocchi una doppia registrazione di questi segnali mediante un opportuno
processo sincrono (vedi figure 4.9 e 4.10).
Processo sincrono
Questo processo sincrono con reset asincrono (rst_n) è responsabile dell’at-
tivazione del segnale di reset sincrono del sistema (rst_request). Questo è
attivato in caso il blocco rilevi attivi entrambi i segnali di richiesta di reset
(rst_req_synchro) inviati dalle schede digitali ed opportunamente registrati
dal processo di sincronizzazione. Inoltre questo processo attiva sincronamen-
te il segnale diag_rst_req diretto al modulo RCB_DIAG_MONITOR in
caso di incoerenza delle richieste di reset. Queste due funzioni implementano
di fatto il ritorno in sicurezza del sistema in caso di malfunzionamento o di
rilevamento di incoerenza richiesto dal requisito REQ_RCB_10.
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Figura 4.19: Codice che implementa il processo sincrono del blocco
RCB_RESET_REQ_MONITOR.
4.3.4 RCB_DIAG_MONITOR
Di seguito è mostrato il top level del blocco logico RCB_DIAG_MONITOR.
Figura 4.20: Top level del blocco RCB_DIAG_MONITOR.
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Il blocco RCB_DIAG_MONITOR è responsabile dell’invio dei segnali
di diagnostica alle due schede digitali (rcb_diag_out1 e rcb_diag_out2) in
caso di attivazione di uno qualsiasi dei segnali di ingresso. Questo blocco ha
tutti gli ingressi sincroni ad eccezione delle due diagnostiche inviategli dagli
integrati PI2121 power_fault1_n e power_fault_n2 debitamente registrate
dal processo di sincronizzazione utilizzato.
Codice VHDL
Viene adesso descritto il codice che costituisce il blocco RCB_DIAG_MONITOR.
Questo blocco è realizzato con descrizione comportamentale e risulta costi-
tuito da:
• un processo di sincronizzazione del tutto simile ai precedenti.
• un processo sincrono che implementa la OR logica di tutte le diagno-
stiche in ingresso.
Entrambi questi processi sincroni sono stati implementati con reset sin-
crono (rst_request) e asincrono (rst_n). La figura seguente mostra lo schema
di principio del blocco RCB_DIAG_MONITOR ed i segnali scambiati dai
processi che lo compongono.
Figura 4.21: Schema di principio del blocco RCB_DIAG_MONITOR.
126
Processo sincrono
Questo processo sincrono non fa altro che attivare i due segnali di diagnostica
in uscita dal blocco in casi di attivazione di uno qualsiasi degli ingressi (vedi
figura 4.22).




Di seguto, in figura 4.23 è mostrato il top level del blocco logico RCB_LVDS_BUFFERS.
Figura 4.23: Top level del blocco RCB_LVDS_BUFFERS.
Il blocco RCB_LVDS_BUFFERS è responsabile della conversione di li-
vello del bus seriale tra modulo SBS e modulo MAN. Questo blocco è l’unico
realizzato mediante descrizione strutturale e risulta costituito dall’instanza di
due buffer LVDS di uscita e uno d’ingresso instanziati utilizzando l’apposita
libreria dei componenti messa a disposizione dalla Lattice semiconductor.
4.4 Sintesi del codice
Una volta steso, il codice VHDL è stato compilato nell’ambiente di sviluppo
Diamond fornito dalla Lattice Semiconductor. Questo permette l’utilizzo di
diverse soluzioni implementative come i sintetizzatori Synplify Pro, Lattice
Synthesis Engine (LSE) e Mentor Graphics Precision. Per la sintesi del
codice VHDL si è scelto di utilizzare Synplify pro, il quale ha permesso,
mediante l’utilizzo di librerie software apposite, un controllo della sintesi delle
macchine a stati realizzate mirato al soddisfacimento dei vincoli imposti dal
coding standard (vedi pag. 58).
Il coding standard infatti impone una serie di regole e raccomandazioni
volte, oltre a migliorare la leggibilità e qualità del codice, a garantire la sintesi
di una macchina più sicura, prime fra tutte:
• Utilizzare il costrutto ”when others” all’interno delle macchina a stati
per il controllo degli stati illegali. In questa condizione la macchina deve
essere riportata in uno stato noto (recovery) in cui viene assegnato alle
uscite un valore predefinito in grado di segnalare il malfunzionamento.
• Utilizzare una codifica one-hot per le macchine a stati.
La figura 4.24 mostra l’interfaccia di Diamond e una parte del codice
sorgente del blocco RCB_ARBITER in cui è possibile vedere la libreria uti-
lizzata per poter utilizzare gli attributi necessari all’ottenimento della sintesi
desiderata con Synplify pro.
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Figura 4.24: Interfaccia grafica di Lattice Diamond. La parte di co-
dice in evidenza definisce le costanti e gli attributi utilizzati nel blocco
RCB_ARBITER per definire la codifica degli stati desiderata.
I package predefiniti forniti dalla libreria software Synplify utilizzata for-
niscono informazioni al sintetizzatore per controllare il modo in cui questo
analizza, ottimizza, sintetizza e mappa il codice HDL a discapito di una
diminuzione della portabilità del codice.
Per implementare a pieno il costrutto ”when others” è stata disabilita-
ta l’analisi di raggiungibilità degli stati della macchina spegnendo l’FSM
compiler (strumento incaricato dell’implementazione delle macchine a stati
ottimizzate dal punto di vista del timing e dell’area) applicando l’attributo
syn_preserve al registro di stato ed è stata definita manualmente la codifica
degli stati come costanti invece che come enumerati. Questo ha permesso
di evitare le semplificazioni (comportando così anche una significativo effet-
to sul timing e sull’area occupata dal circuito) che di base il sintetizzatore
introdurrebbe non vedendo la possibilità di raggiungere lo stato recovery.
A seguito della sintesi è stato possibile generare la bitstream da caricare
via JTAG nella memoria flash presente all’interno della MachXO e generare
il VHDL output file (.vho) necessari a effettuare le simulazioni timing del
codice ”after place and route” durante i testbench timing mostrati in seguito.
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4.5 Verifica dei requisiti firmware
La fase di verifica fa parte del processo più vasto e complesso di verifica e
validazione necessario al rispetto dei requisiti RAMS in ambito ferroviario
(vedi pag 48). Questa è necessaria per accertarsi che il codice VHDL realiz-
zato sia conforme ai requisiti imposti e al coding standard. La fase di verifica
deve essere svolta in accordo alle procedure definite all’interno del verifica-
tion plan, un documento redatto dall’azienda in conformità alle fasi del ciclo
di vita del sistema (specificate dalla norma EN50128) che documenta tutti
i criteri, le tecniche e gli strumenti da utilizzare nel processo di verifica per
assicurare il rispetto delle norme.
Il verification plan realizzato per SIRIO richiede il raggiungimento del
100% della copertura degli stati e dei branch da parte delle macchine a
stati al suo interno e la giustificazione delle eventuali mancate coperture.
Esso prevede inoltre la stimolazione adeguata del DUT per mezzo di un
testbench selfchecking, ovvero in grado di permettere un controllo automa-
tico della simulazione e la generazione di file di log che riportino lo stato di
superamento/fallimento per ogni singolo step del test.
Un testbench self checking permette infatti la creazione di uno strumen-
to di verifica automatico più sicuro, in quanto il controllo effettuato dalla
macchina confrontando il valore delle uscite in determinati istanti è intrinse-
camente più affidabile di quello eseguito ad occhio dall’operatore controllando
le forme d’onda di uscita della simulazione.
La fase di verifica del Codice HDL è stata in gran parte realizzata per
mezzo di un testbench selfchecking coprente simulato con il software Active
HDL 9.2 della Aldec Inc. Questo simulatore dispone infatti di un tool spe-
cifico Code coverage viewer il quale ha permesso la verifica della copertura
degli stati e dei branch del codice.
Di seguito in figura 4.25 è mostrata una parte della verifica della copertura
effettuata sul blocco RCB_ARBITER con Code coverage viewer. Notare la
parte di codice evidenziata in blu in cui è mostrata la mancata copertura
dello stato di recovery nella macchina a stati RCB_ARBITER.
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Figura 4.25: Verifica della coverage effettuata con il tool Coverage viewer
messo a disposizione da Active-HDL.
La mancata copertura dello stato di recovery è dovuta all’impossibilità di
raggiungere per mezzo di stimolazione degli ingressi, uno stato non previsto
dalla codifica (perché solo questa situazione comporterebbe l’ingresso nello
stato sicuro recovery, vedi pag. 111).
La figura 4.26 mostra il top level del testbench realizzato instanziato il
DUT assieme al blocco logico UC_INTERFACE.
131
Figura 4.26: Top level del testbench realizzato in cui è possibile osservare
la UC_INTERFACE ed il top level della scheda RCB (DUT).
La funzionalità selfchecking è stata implementata mediante l’ausilio di
procedure e costanti vettoriali opportunamente dichiarate nel package del
testbench (rcb_tb_pkg).
Le procedure in VHDL (realizzate per mezzo del costrutto procedure)
sono molto simili alle comuni funzioni utilizzate nella maggior parte dei lin-
guaggi di programmazione. Ad una procedura possono essere passati una
serie di parametri (costanti e segnali di ingresso, di uscita e inout). Al suo
interno essa definisce una serie di istruzioni eseguite sequenzialmente sui pa-
rametri ad essa passati. Come per le comuni funzioni la procedura può
essere richiamata evitando ripetizioni di codice e aumentando la leggibilità
dello stesso. Questo risulta molto utile nei testbench in cui la necessità di
portare la macchina in un determinato stato si traduce nel bisogno di fornire
una determinata serie di stimoli agli ingressi del DUT. Tutto ciò può infatti
essere facilmente realizzato mediante una procedura in cui siano contenuti
tutti gli stimoli necessari a raggiungere un determinato stato.
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Di seguito in figura 4.27 viene mostrato un esempio di procedura dichiara-
ta all’interno del package rcb_tb_pkg. Come si può vedere a questa vengono
passati:
• ADDR_1, ADDR_2, DATA_1, DATA_2: quattro costanti corrispon-
denti rispettivamente agli indirizzi e ai dati che si desidera inviare sul
bus multiplexato del DUT.
• I due bus multiplexati in ingresso al DUT.
Figura 4.27: Procedura realizzata nel testbench che permette fornendo i
valori che si desidera scriver nei bus la realizzazione delle tempistiche esatte
del protocollo.
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La procedura write_reg mostrata non fa altro che ricreare le tempistiche
utilizzate sul bus multiplexato da ognuno dei due moduli DIG1 e DIG2 per
scrivere il dato DATA nel registro corrispondente all’indirizzo ADDR sul
modulo SBS.
Nella figura sottostante sono riportate le tempistiche degli stimoli che la
procedura write_reg realizza.
Figura 4.28: Tempistiche degli stimoli realizzati dalla procedura write_reg
realizzata.
In figura 4.29 viene invece mostrata una parte di codice del package
rcb_tb_pkg in cui viene dichiarato il vettore costante reference_vector_reset
costituito dai valori aspettati delle uscite nello stato di reset del DUT.
Figura 4.29: Costante realizzata dopo aver definito il type t_array_9x1
necessaria a confrontare che le uscite in un determinato istante risultino quelle
aspettate.
Il testbench realizzato risulta composto da più test, in ognuno dei quali il
DUT viene stimolando opportunamente (per mezzo di procedure) per veri-
ficarne l’effettivo soddisfacimento dei requisiti o l’effettiva raggiungibilità di
uno stato. La verifica è stata ottenuta per mezzo di un confronto fra le uscite
del DUT ed un vettore di riferimento costituito dai valori attesi delle uscite.
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Questo confronto è ottenuto anch’esso per mezzo di una procedura alla quale
viene passato il vettore delle uscite e il vettore di riferimento. La procedura
confronta i due vettori e fornisce in uscita un segnale pari a uno o zero in
caso di successo o meno del confronto. L’esito del confronto (a seconda che
questo segnale risulti 1 o 0) è poi stampato sulla console mediante l’istruzione
report.
Nei test riguardanti la scrittura o la lettura del DUT verso l’UC_INTERFACE
il confronto è stato più rigido, ovvero oltre a verificare che le uscite in un
determinato istante risultassero quelle attese è stata anche controllata la
correttezza della scrittura o lettura effettuata nei registri del blocco logico
UC_INTERFACE.
Di seguito a scopo esemplificativo è riportata una parte del testbench (test
13) in cui viene verificato il rilevamento di un inconsistenza nella comunicazio-
ne da parte delle due schede digitali (vedi relativo requisito REQ_RCB_10
pag. 64).
Figura 4.30: Schermata raffigurante una parte del testbench effettuato con
Active HDL, notare nella console, sottolineato in rosso, l’esito del test 13
(passed!!).
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Com’è possibile vedere il test è effettuato passando alla procedura wri-
te_reg due differenti indirizzi (START_ADDR e RESET_ADDR) e il mede-
simo dato (33). Le uscite ottenute dopo questa stimolazione sono poi compa-
rate con il vettore di riferimento reference_vector_inc ed il risultato del con-
fronto (’1’=successo o ’0’=fallimento) è passato al segnale test_inc_result.
Per mezzo di un prodotto logico viene poi decretato il successo del test so-
lo nel caso in cui il segnale frutto del confronto delle uscite risulti ’1’ ed il
registro START all’interno dell’UC_INTERFACE non sia stato scritto. Il
risultato di questo prodotto logico determina mediante l’istruzione report
la stampa sulla console di uscita del messaggio riportante l’esito del test
(passed/failed).
Di seguito sono ora riportate quattro simulazioni estremamente significa-
tive in cui è possibile vedere rispettivamente: l’effettiva replica in scrittura da
parte del blocco realizzato dei messaggi inviati sul bus multiplexato (in caso
di invio coerente dei messaggi), la non replica in caso di scrittura non coe-
rente, l’effettiva lettura di un registro del modulo SBS (UC_INTERFACE)
e la non lettura in caso di richiesta di lettura incoerente.
Figura 4.31: Scrittura coerente verso il modulo SBS.
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Figura 4.32: Scrittura incoerente verso il modulo SBS.
Figura 4.33: Lettura coerente verso il modulo SBS.
Figura 4.34: Lettura incoerente verso il modulo SBS.
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Una volta verificato il soddisfacimento dei requisiti eseguendo un test-
bench conforme al verification plan è stata effettuata una analisi statica del
codice VHDL mirata alla verifica del rispetto del coding standard. Questa
analisi è stato ottenuta mediante l’ispezione del codice da parte di un tool
automatico (anche questo richiesto nel verification plan). Quest’ultimo è
stato ALINT, un software sviluppato anch’esso dalla Aldec in grado di ispe-
zionare il codice e verificare il ripetto di una serie di regole opportunamente
impostabili.
Nella figura 4.35 è mostrata l’interfaccia grafica di ALINT in cui è pos-
sibile vedere il superamento del controllo automatico di tutte le regole del
coding standard da parte del codice VHDL realizzato.
Figura 4.35: Interfaccia grafica del software ALINT utilizzato per ispe-
zionare il codice e verificare il rispetto delle regole interne al coding
standard.
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In conclusione le simulazioni effettuate hanno evidenziato la conformità
del codice ai requisiti imposti e al coding standard e sono state effettuate uti-




Piano di qualifica e debug della
scheda
Una volta realizzata fisicamente la scheda RCB e testato il codice VHDL,
è stato necessario organizzare un piano di qualifica e debug allo scopo di
verificarne il rispetto dei requisiti (vedi pag.62) e di valutare le caratteristiche
della scheda. Questo piano prevede le realizzazione di un opportuno banco
di test (test bed) che permetta l’attuazione di una serie di prove funzionali
per mezzo di stimolazioni il più possibile vicine a quelle dell’implementazione
reale (utilizzando gli stessi componenti oppure emulandoli).
La scheda per il controllo della ridondanza, denominata RCB, ovvero
il DUT (Device Under Test), s’interfaccia funzionalmente con i seguenti
sottosistemi:
• l’unità Radar, o modulo SBS.
• La scheda digitale di processing, controllo e interfaccia del sensore radar
denominata DIGl.
• La scheda digitale di processing, controllo e interfaccia del sensore radar
denominata DIG2.
• L’unità di controllo delle antenne del sensore denominata MAN.
L’interfacciamento con ogni sottosistema avviene per mezzo di una o più
interfacce specificate di seguito.
• Scheda RCB - Modulo SBS:
– interfaccia analogica I/Q_ SBSSIDE_INT.
– interfaccia di controllo digitale RADAR_ SBSSIDE_INT;
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– interfaccia di controllo digitale ANT_SBSSIDE_INT;
• Scheda RCB - Modulo DIG1
– interfaccia analogica I/Q_ DIG1SIDE_INT.
– interfaccia di controllo digitale RADAR_ DIG1SIDE_INT;
• Scheda RCB - Modulo DIG2
– interfaccia analogica I/Q_ DIG2SIDE_INT.
– interfaccia di controllo digitale RADAR_ DIG2SIDE_INT;
• Scheda RCB - Modulo MAN
– interfaccia di controllo digitale (ANT_MANSIDE_INT)
Il test bed realizzato risulta costituito da emulatori HW e da unità HW
non emulate (Le due schede digitali). Inoltre sono stati costruiti ulteriori
emulatori necessari al funzionamento di ciascuna scheda digitale (modulo
DIG), ovvero:
• l’alimentatore, per le diagnostiche di alimentazione per mezzo dell’in-
terfaccia ALIM_INT;
• il generatore del segnale di sincronismo esterno, o Timemark, per mezzo
dell’interfaccia SYNC_INT;
• un software che gira su di un PC esterno, denominato RSR.exe, desti-
nato al test/debug via Ethernet per mezzo dell’interfaccia ETH_INT;
• il software di controllo del sottosistema di elaborazione, denominato
SimConsole.exe, per il controllo del sistema SIRIO, tramite un collega-
mento RS485 half duplex attraverso l’interfaccia SE_INT.
Questo setup ha permesso a tutti gli effetti di generare gli stimoli a cui la
scheda RCB è soggetta all’interno del sensore radar, e di verificare in modo
efficace il rispetto dei requisiti (si veda la figura nella pagina seguente).
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Figura 5.1: Schema a blocchi del test-bed.
5.1 Progettazione del testbed
Per la realizzazione del testbed si è utilizzata una scheda di valutazione Xili-
nx ML506 e una scheda d’interfaccia appositamente progettata, denominata
JIG; questa scheda si è resa necessaria per riportare al loro corretto standard
elettrico, e con gli opportuni connettori, i segnali da/verso la scheda sotto
test.
Questo approccio, oltre a permettere il test della scheda RCB ricreando
gli stimoli a cui sarebbe soggetta nell’applicazione reale ha il vantaggio di
utilizzare degli emulatori praticamente identici agli originali, dal momento
che sono ottenuti instanziando il medesimo codice VHDL nella logica della
ML506.
La Figura 5.2 mostra in dettaglio le varie connessioni del testbed, i
sottoblocchi e le funzioni da essi implementate.
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Figura 5.2: Test bed basato sulla scheda ML506 Xilinx e PC.
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5.2 Test da eseguire
Una volta realizzato il testbed sono stati svolti i test necessari alla verifica
dei requisiti della scheda RCB. Ogni test è stato descritto nel dettaglio ed
è mappato con i relativi requisiti funzionali che contribuisce a verificare.
Di seguito è riportata una tabella contenente i test eseguiti sulla scheda
RCB, una breve descrizione degli stessi ed requisiti che questi test hanno
contribuito a verificare, i test il cui numero identificativo comincia per ’1’
mirano a verificare le funzionalità implemtnate in hardware mentre i test il
cui numero identificativo comincia per ’2’ sono atti a verificare le funzionalità
implementate dal firmware.
Di seguito è mostrata una tabella in cui sono riportati tutti i test eseguiti
sulla scheda RCB con i rispettivi requisiti che ogni test ha contribuito a
verificare.
Test Descrizione Requisito
TEST_100 Test atto a verificare l’effettiva implementa-
zione dell’OR logico delle tensioni di alimen-
tazione a 3.3V inviate alla scheda RCB da
ciascun modulo DIG.
REQ_RCB_40
TEST_110 Test atto a verificare la corretta distribuzione
del clock di sistema inviato alla scheda RCB
dal modulo SBS.
REQ_RCB_50
TEST_120 Test atto a verificare la corretta implemen-
tazione della catena JTAG.
REQ_RCB_80
TEST_130 Test atto a verificare la corretta implementa-
zione della distribuzione dei segnali analogici
I/Q dal modulo SBS ale due schede digitali.
REQ_RCB_30
TEST_140 Test atto a verificare la corretta implemen-
tazione della distribuzzione della linea seriale
RS485.
REQ_RCB_90
TEST_200 Test atto a verificare la corretta implementa-
zione della sincronizzazione delle due scheda




TEST_210 Test atto a verificare la corretta gestione delle
richieste di reset.
REQ_RCB_10
TEST_220 Test atto a verificare la corretta implemen-
tazione del controllo di coerenza in scrittura
sul bus multiplexato.
REQ_RCB_10
TEST_230 Test atto a verificare la corretta implementa-
zione del controllo di coerenza in lettura sul
bus multiplexato.
REQ_RCB_10
TEST_240 Test atto a verificare la corretta implemen-
tazione della traslazione di livello della linea
seriale RS485 SBS-MAN.
REQ_RCB_60
TEST_250 Test atto a verificare la corretta implemen-





Conclusioni e sviluppi futuri
In questo capitolo viene fornita una breve panoramica sulla situazione at-
tuale del progetto, seguita da una personale valutazione sull’esperienza e le
competenze acquisite durante il periodo di stage. Infine viene mostrato un
possibile sviluppo futuro del sensore radar permesso dalla scheda RCB.
6.1 Conclusioni
Il termine di questo lavoro di tesi all’interno della IDS Ingegneria Dei Siste-
mi S.p.A. ha visto la realizzazione fisica della scheda elettronica denominata
RCB (Redundancy Control Board) e l’inizio della fase di verifica e validazio-
ne della stessa. Tale scheda implementa il controllo della ridondanza sulle
schede digitali facenti parte il sensore radar interno al sistema SIRIO. Una
volta concluse le fasi di verifica e validazione della scheda RCB ed effettua-
te le prove di integrazione, il nuovo sensore radar con architettura a doppia
scheda digitale (resa possibile dalla scheda RCB) potrà essere realizzato com-
portando così un abbattimento notevole dei costi di produzione, oltre ad un
evidente vantaggio in termini di disponibilità e competività sul mercato. Seb-
bene gran parte del processo di verifica e validazione rimanga ancora in pieno
svolgimento, la realizzazione hardware della scheda e lo sviluppo del codice
HDL hanno permesso l’acquisizione di competenze di progettazione elettro-
nica (strumenti di CAD) e di sviluppo in VHDL (piattaforma Diamond ed
Active HDL) nel rispetto delle normative europee vigenti riguardo la realiz-
zazione di sistemi per applicazioni safety critical, nonché sulle problematiche
RAMS.
In conclusione è per me motivo di gran soddisfazione aver realizzato,
sebbene non da solo, una parte dell’elettronica interna ad un sistema così
complesso come SIRIO e mi ritengo più che soddisfatto di questa esperienza.
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6.2 Possibili sviluppi futuri
Questa scheda RCB al momento effettua dei controlli di coerenza sui dati di
configurazione inviati da ciascuna scheda digitale al modulo SBS necessari a
configurare la forma d’onda trasmessa dal radar. Invece la votazione sulla
congruità delle informazioni circa l’occupazione della zona di osservazione
continua ad essere svolta dal sottosistema di osservazione. L’architettura
della scheda RCB permette di spostare tale votazione dall’esterno del sen-
sore radar (sottosistema di elaborazione) al suo interno (scheda RCB). In
questa maniera risulta possibile raggiungere un hazard rate associato al top
event ”mancata individuazione ostacolo” sufficientemente basso da far rien-
trare il solo sensore radar (e non tutto il sistema) all’interno del livello di
sicurezza SIL4, senza contare la riduzione delle interfacce tra sottosistema di
elaborazione e sensore radar.
In figura 5.1 è schematizzata la possibile evoluzione sopracitata.
Figura 6.1: Schema raffigurante la possibile configurazione futura con
votazione effettuata sulla scheda RCB.
147
Questo possibile sviluppo futuro è stato preventivamente considerato in
fase di progettazione della scheda RCB. Essa infatti è già predisposta per il
montaggio di due transceiver RS485 per la comunicazione tra scheda RCB e
sottosistema di elaborazione (vedi relativo requisito a pag. 68). Naturalmen-
te questo ha comportato la necessaria realizzazione di piste di collegamento
aggiuntive per collegare la CPLD ai transceiver. Quest’ultime unite ai se-
gnali aggiuntivi disponibili tra la CPLD e le due FPGA permettono la futura
ricezione da parte della scheda RCB delle informazione riguardanti la zona
di osservazione su cui effettuare la votazione, come anche l’invio del mes-
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