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POVZETEK 
V magistrskem delu je predstavljena pravica do varovanja osebnih podatkov in sodna 
praksa v EU in Svetu Evrope, ki se dotika te problematike.  
Varstvo osebnih podatkov je tesno povezano s pravico do zasebnosti, zaznati pa je, da 
prihaja pri obeh pravicah do pogostih kršitev. V okviru priznanih človekovih pravic in 
temeljnih svoboščin se z modernim in sodobnim varstvom osebnih podatkov zagotavlja 
posameznikova zasebnost.  
Magistrsko delo skuša na sistematičen in pregleden način predstaviti pravico do varovanja 
osebnih podatkov na podlagi sodne prakse v EU in Svetu Evrope.  
Zajema primere iz sodne prakse Sodišča EU in Evropskega sodišča za človekove pravice, 
ki puščata široko diskrecijsko pravico državam podpisnicam Evropske konvencije o varstvu 
človekovih pravic in temeljnih svoboščin, da same urejajo vprašanja. Reševanje problema 
med pravom države članice in evropskim pravom pred Sodiščem EU in Evropskim 
sodiščem za človekove pravice se do neke meje razlikuje; Sodišče EU izhaja predvsem iz 
dolžnosti države članice, Evropsko sodišče za človekove pravice pa nadzira, da so 
spoštovani evropski standardi varstva človekovih pravic.  
Raziskava se dotika problema tako na znanstveno teoretskem nivoju kot tudi na nivoju 
državljanov in državnih organov, ki se pogosto srečujejo z omenjeno problematiko. 
 
Ključne besede: varovanje osebnih podatkov, zasebnost, 8. člen Evropske konvencije o 
varstvu človekovih pravic in temeljnih svoboščin, Sodišče EU, Evropsko sodišče za 
človekove pravice, Svet Evrope.   
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SUMMARY 
RIGHT TO PERSONAL DATA PROTECTION – CASE LAW IN THE EU AND 
IN THE COUNCIL OF EUROPE 
The right to personal data protection and case law in the EU and in the Council of Europe 
that address this issue are presented.  
Personal data protection is closely connected with the right to privacy, however, it can be 
observed that both rights are often infringed upon. In the framework of recognised 
human rights and fundamental freedoms, an individual's privacy is ensured on the basis 
of modern and up-to-date personal data protection. 
In my master's thesis, I try to present the right to personal data protection in a 
systematic and transparent manner on the basis of case law of the European Union and 
the Council of Europe.  
Some case-law cases of the Court of Justice of the European Court and the European 
Court of Human Rights are included, which give broad discretion power to deal with such 
issues by themselves to the states that have signed the European Convention on Human 
Rights and Fundamental Freedoms. Solving the issue concerning the law of a member 
state in the European law differ a bit between the Court of Justice of the European Union 
and the European Court of Human Rights. The Court of Justice of the European Union 
relies primarily on the obligations of member states, whereas the European Court of 
Human rights ensures that European standards concerning the protection of human rights 
are respected.  
Research addresses these issues at a scientific and theoretical levels as well as at the 
level of citizens and public authorities having to frequently deal with these issues. 
 
Keywords: protection of personal data, privacy, Articles 8 of the Europen Convention on 
Human Rights and Fundamental Freedoms, Court of Justice of the European Union,  
European Court of Human Rights, Council of Europe.  
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1 UVOD 
Pravica do varovanja osebnih podatkov je temeljna človekova pravica. Po drugi svetovni 
vojni je bila v Evropi zelo pogosta praksa zlorabe varovanja osebnih podatkov 
posameznikov v korist države. Glavni razlog je bil ohranjanje režimskih političnih elit na 
oblasti in pa odstranjevanje tekmecev in političnih konkurentov.  
Temelj demokratične družbe je ustrezna zaščita posameznika, hkrati pa je treba opredeliti 
razmerje med posameznikom in družbo. Pravice in dolžnosti morajo biti ustrezno 
opredeljene in omejene, da ne posegajo druga v drugo. 
Demokratične pravne države namenjajo varovanju in spoštovanju človekovih pravic in 
svoboščin posebno pozornost. Država pa kljub temu vanje občasno posega ali jih omejuje. 
Zaradi velikega zanimanja do dostopa osebnih podatkov so vzpostavljeni instituti 
varovanja le-teh podatkov mednarodnega, evropskega in nacionalnega pravnega sistema, 
vendar pa tega varstva v celoti ne morejo zagotavljati.  
Pojav globalizacije vpliva na vsa področja posameznikovega življenja, in sicer na področje 
nacionalne varnosti (vdori v informacijske sisteme), varnosti s področja gospodarstva 
(kraje in trženje osebnih podatkov) in osebne varnosti (kraje posameznikove identitete, 
zlorabe osebnih podatkov, posegi v zasebnost).  
Danes se državljani vse bolj zavedajo svojih pravic in so se za varstvo osebnih podatkov 
vse bolj pripravljeni obrniti na mednarodna sodišča. Dejstvo je, da je število pritožb na  
Evropsko sodišče za človekove pravice (ESČP) in Sodišče EU vse večje tudi s strani 
slovenskih državljanov. V družbi je prisotno zavedanje o pravicah ljudi, zato ljudje 
vztrajajo pri tem, kar je tudi raziskovalna tema magistrskega dela.  
OPREDELITEV RAZISKOVALNEGA PROBLEMA IN PREDMETA RAZISKOVANJA 
V magistrskem delu sem s poglobljenim strokovnim in znanstvenim študijem proučila 
problematiko osmega člena Evropske konvencije o varstvu človekovih pravic in temeljnih 
svoboščin (v nadaljevanju EKČP ali Konvencija), in sicer pravico do spoštovanja zasebnega 
in družinskega življenja, doma in dopisovanja, pravico do varovanja osebnih podatkov in 
pravico do zasebnosti ter raziskala sodno prakso Sodišča EU in ESČP ter njuno 
medsebojno povezavo in dopolnjevanje.  
HIPOTEZE 
V magistrskem delu so navedene hipoteze, ki bodo pripomogle k odpravi najpogostejših 
težav v pravnem redu pri spoštovanju Konvencije. 
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Hipoteza 1: Evropsko sodišče za človekove pravice pušča široko diskrecijsko pravico 
državam podpisnicam EKČP, da same urejajo vprašanja s področja varovanja osebnih 
podatkov. 
Hipoteza 2: Sodbe Sodišča EU imajo močan vpliv na sodno prakso Evropskega sodišča 
za človekove pravice (ESČP).   
NAMEN IN CILJI RAZISKOVANJA 
Namen in predmet magistrskega dela je na osnovi študije primerov pred Evropskim 
sodiščem za človekove pravice (ESČP) in Sodiščem EU ugotoviti ali zagotavljata človekove 
pravice na področju spoštovanja zasebnega in družinskega življenja, doma in dopisovanja, 
pravico do varovanja osebnih podatkov in pravico do zasebnosti.  
Cilj magistrskega dela je na podlagi sodb Sodišča EU in Evropskega sodišča za človekove 
pravice (ESČP) prikazati, ali obstajajo omejitve do spoštovanja zasebnega in družinskega 
življenja – pravice do varovanja osebnih podatkov in pravice do zasebnosti  ter ali Sodišče 
EU in Evropsko sodišče za človekove pravice (ESČP) v določenih primerih varujeta pravico 
posameznika do zasebnega in družinskega življenja pred posegi države in ali prepuščata, 
da države članice določena vprašanja urejajo same. 
Cilj magistrskega dela je poglobljeno in popolnejše poznavanje dela Sodišča EU in 
Evropskega sodišča za človekove pravice (ESČP) ter različnih sodb in njihova medsebojna 
povezanost.    
OCENA DOSEDANJEGA RAZISKOVANJA 
Na temo človekovih pravic, ki zagotavljajo pravico do spoštovanja zasebnega in 
družinskega življenja, je bilo opravljenih že veliko raziskovanj. Ukvarjajo se tako z 
vprašanjem pomena človekovih pravic kot tudi z empiričnimi raziskavami o kršitvah. V 
literaturi je zaznati tako tujo teorijo in prakso kot tudi domačo, ki se nanaša na 
mednarodno pravo in sistem mednarodnega varstva človekovih pravic.  
METODE RAZISKOVANJA 
Za izdelavo magistrskega dela sem uporabila znanstvenoraziskovalne metode in tehnike 
ter instrumente, ki omogočajo ustrezno analizo in preverjanje hipotez. V teoretičnem delu 
magistrskega dela sem skušala z analizo, sintezo in deskripcijo ter konfrontacijo različnih 
dostopnih virov sestaviti pregled teoretičnih ugotovitev, nato pa z empiričnimi metodami 
ter na osnovi analize in sinteze raziskovalnih podatkov v empiričnem delu ugotoviti 
uporabljivost teoretičnih dognanj v praksi. Zato je magistrsko delo zasnovano na 
kombinaciji znanstvenih metod interdisciplinarnega induktivno-deduktivnega sklepanja ter 
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analize in sinteze pridobljenih informacij v povezavi s teoretičnimi spoznanji teoretikov 
različnih znanstvenih disciplin s poudarkom na instrumentih pravne znanosti.    
Teoretičen del magistrskega dela je zasnovan na metodi deskripcije, ki zajema opisovanje 
dejstev, procesov in pojmov ter empirični del. Pri raziskovanju, odkrivanju in sistematični 
obdelavi ugotovitev sem uporabila strokovno in znanstveno literaturo, zakonodajo, sodno 
prakso, publikacije, objavljena dela v knjigah, člankih in prispevkih z obravnavanega 
področja. Za potrditev oziroma zavrnitev hipotez in njenih delov sem uporabila 
kombinacijo dveh ali več metod zaradi večje zanesljivosti dobljenih rezultatov.  
STRUKTURA MAGISTRSKEGA DELA 
Magistrsko delo je konceptualno sestavljeno iz štirih bistvenih sklopov, ki zajemajo 
teoretsko opredelitev raziskovalnega področja ter analitično in empirično obdelavo 
raziskovalnega problema iz pravnega, organizacijskega in ekonomskega vidika. Sklopi si 
sledijo v naslednjem vsebinskem logičnem zaporedju. 
Prvi vsebinski sklop zajema predstavitev in opredelitev pravice do varstva osebnih 
podatkov ter pravice do varstva zasebnosti, pravice do spoštovanja zasebnega in 
družinskega življenja in dopisovanja ter predstavitev diskrecijske pravice.    
Drugi sklop predstavlja in opredeljuje mednarodno varstvo človekovih pravic in temeljnih 
svoboščin in opredeljuje pomembne mednarodne pravne akte, ki varujejo človekove 
pravice. Nadalje so v tem sklopu opredeljeni mednarodni dokumenti, ki urejajo varstvo 
osebnih podatkov z najpomembnejšim med njimi, ki je Direktiva Evropskih skupnosti o 
varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih podatkov 
(Direktiva 95/46/EC). 
Tretji sklop opredeljuje varstvo človekovih pravic v Svetu Evrope in varstvo človekovih 
pravic v EU, medsebojno povezanost in razlike Sodišča EU in ESČP, v tem poglavju je 
navedena sodna praksa z aktualnimi primeri Sodišča EU in ESČP s področja varstva 
osebnih podatkov in varstva zasebnosti ter članki s tega področja.    
Četrti sklop je zasnovan kot pregled stanja in kot usmeritev v prihodnost, kjer navajam 
nujnost sprememb in je nastal na podlagi navedenih primerov Sodišča EU in ESČP ter  
prebrane strokovne literature. Ta sklop opredeljuje težave, s katerimi se srečujemo 
državljani, ki so nam kršene pravice. Namen tega vsebinskega dela je izpostaviti ključni 
problem zastarelih pravnih aktov in predpisov in življenje ljudi v 21. tisočletju. Še vedno ni 
moč pričakovati, da je okolje, v katerem živimo, pripravljeno na spremembe.  
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2 VARSTVO OSEBNIH PODATKOV  
»Da ti vladajo, pomeni, da si pri vsakem delu, pri vsakem opravilu, pri vsakem gibanju 
registriran, zabeležen, popisan, označen, odmerjen, vrednosten, obremenjen, patentiran, 
odpuščen, pooblaščen, potrjen, ukrojen, preprečevan, reformiran, oštet, kaznovan.« To je 
že leta 1851 zapisal Pierre-Joseph Proudhon1.  
Med temeljne človekove pravice uvrščamo pravico do varstva osebnih podatkov, ki se 
nanaša na posameznikovo dostojanstvo in njegovo integriteto ter pravico do informacijske 
zasebnosti (Čebulj, 1996, str. 37).  
Osebni podatki posameznika so sestavni del pravice do zasebnosti in so na področju 
mednarodne teorije o varstvu človekovih pravic obravnavani v okviru pravice do 
spoštovanja zasebnega življenja, ki vsebuje vidik pravice do zasebnosti in je v 
mednarodnem pravu vsebovana v 8. členu Evropske konvencije o varstvu človekovih 
pravic in temeljnih svoboščin (v nadaljevanju EKČP) (Čebulj & Žurej, 2005, str. 33).    
Po Čebulj & Žurej (2005, str. 34) so načela varstva osebnih podatkov vsebovana v 
Konvenciji o varstvu posameznika glede na avtomatsko obdelavo podatkov, ki je bila 
sprejeta v okviru Sveta Evrope. Konvencija pomeni izvajanje tiste določbe Konvencije o 
varstvu človekovih pravic in temeljnih svoboščin (EKČP), po kateri ima vsakdo pravico do 
spoštovanja svojega zasebnega in družinskega življenja, svojega doma in korespondence, 
kar govori prvi odstavek 8. člena.  
Varstvo osebnih podatkov je veliko širši in bolj določen pojem kot pojem zasebnost. Pri 
varovanju osebnih podatkov gre za skupek pravil in načel, ki jih morajo upoštevati 
zakonodajalci, upravljavci in uporabniki  le-teh podatkov. Nova pravila in nova načela se 
ustvarijo vsakič, ko v uporabo pridejo nove tehnologije in vse kaže, da se ta proces ne bo 
nikoli končal. Zakonodaja o varstvu osebnih podatkov ščiti posameznika pred dejansko 
obdelavo podatkov in tudi pred nezakonitimi in nesorazmernimi obdelavami podatkov. S 
predpisi o varstvu osebnih podatkov se želi posameznika zaščititi pred zlorabami njegovih 
osebnih podatkov, zaščititi pred neupravičenim zbiranjem, uporabo, hrambo in 
objavljanjem njegovih podrobnosti iz zasebnega življenja (Gutwirth & De Hert, 2009).   
Doktrina varstva zasebnosti se v Evropi in Ameriki nekoliko razlikujeta. Ameriško 
ustavnopravno varstvo v ospredje postavi prostorski koncept varstva zasebnosti, medtem, 
ko Evropsko ustavnopravno varstvo zasebnosti postavi v ospredje koncept, ki presega 
prostorsko utemeljitev. Pravo v evropskem konceptu ne ščiti le prostorov in lastnine, 
                                        
1 Prevod citata iz besedila Splošna teorija revolucije 19. Stoletja: v Antologiji anarhizma – zbornik, 
KRT, ur.: Rizman, R. in Maruško, M., Ljubljana 1986, 1. Zvezek, stran XXX. 
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ampak posameznike, ki upravičeno v določenem trenutku, prostoru ali določenem 
ravnanju, pričakujejo svojo zasebnost. Posameznik je v središču evropskega varstva 
zasebnosti. Za ugotovitev vdora v njegovo zasebnost ni nujen materialni vdor, zadostuje 
že vdor v psihološkem smislu (Teršek, 2006, str. 6). 
2.1 OSEBNI PODATKI   
Osebni podatki in informacije o posamezniku ne predstavljajo samo moč nad 
posameznikom, ampak predstavljajo tudi velik posel. V zadnjih letih je prav področje 
storitev najhitreje rastoča komponenta mednarodne trgovine kjer se operira z velikimi 
bazami osebnih podatkov.  To področje predstavlja več kot eno tretjino svetovne trgovine 
pri čemer gre za shranjevanje informacij in osebnih podatkov, ki jih omogoča uporaba 
računalnikov in interneta, pri tem pa gre na eni strani za večjo učinkovitost zbiranja, 
shranjevanja, uporabe in posredovanja informacij in osebnih podatkov, na drugi strani pa 
za možnost zlorabe osebnih podatkov. Konstantni dotok informacij o nas so podlaga za 
številne spremljevalne storitve, ki so osnovni gradnik sodobnega življenja, bodisi so to 
posegi države ali pa posegi zasebnih institucij.  To se lahko nanaša na zdravstvene in 
socialne ustanove, zavarovalnice, banke in druge ustanove,  kjer se s poseganjem in 
pridobivanjem teh informacij lahko prepreči in odkrije kriminal. V času 21. stoletja se vse 
te informacije in osebne podatke obdeluje računalniško, pri čemer pa so lahko 
izpostavljeni tudi zlorabam. Veliko nevarnost predstavljajo posamezniki, ki dostopajo do 
osebnih podatkov in ki s temi podatki razpolagajo (Wacks, 2010, str. 110).     
Razvoj informacijske tehnologije v zadnjih 60. letih prejšnjega stoletja je s seboj prinesel 
tudi naraščajoči strah zaradi nevarnosti nekontroliranega zbiranja, shranjevanja in 
uporabe osebnih podatkov. Strah pred »velikim bratom« je v večini držav pripomogel, da 
so pričeli s pripravo zakonodaje, ki natančno ureja to področje. Prvi zakon o varovanju 
osebnih podatkov in zasebnosti je bil sprejet v nemški zvezni državi Hesse že leta 1970. 
Temu je sledila Švedska, ker je bil zakon, ki ureja to področje sprejet leta 1973, sledila je 
ZDA 1974, Nemčija 1977 in Francija 1978. Leta 1981 je Svet Evrope sprejel Konvencijo za 
varstvo zasebnosti v povezavi z avtomatsko obdelavo podatkov. Leta 1980 je OECD 
sprejela navodila, ki določajo varstvo zasebnosti in pretok osebnih podatkov preko 
državnih meja. Ta dva dokumenta sta oblikovala natančna pravila ravnanja z 
elektronskimi osebnimi podatki (Wacks, 2010, str. 111).  
Princip OECD (Wacks, 2010, str. 112–113): 
1. govori o omejitvi zbiranja osebnih podatkov za katere mora vedno obstajati pravna 
podlaga in če je mogoče tudi privoljenje posameznika; 
2. osebni podatki morajo biti sorazmerni z namenom za katerega bodo uporabljeni in 
morajo biti točni, popolni in ažurni; 
 6 
 
 
3. podatke se zbira le takrat, ko obstaja potreba po tem in za točno določen oz. 
konkreten namen; 
4. osebni podatki ne smejo biti razkriti ali uporabljeni za namene tretjih oseb, razen 
če v to privoli posameznik, ali če tako dovoljuje zakon; 
5. osebni podatki morajo biti varovani z varnostnimi mehanizmi, da bi preprečili 
izgubo, nedovoljen dostop, spremembo, razkritje ali uničenje teh podatkov; 
6. obstajati mora splošna politika do dostopa osebnih podatkov upravljavca, politika o 
razvoju, praksah in politika v povezavi z osebnimi podatki;    
7. posameznik ima pravico, da od upravljavca pridobi informacijo katere podatke o 
njem upravljavec zbira. Te podatke mora dobiti v nekem razumnem času, pri 
čemer mu upravljavec ne sme zaračunati stroškov oz. jih računa v razumnem 
obsegu. Za podatke, ki jih posameznik zaprosi, mu mora upravljavec posredovati 
na razumen način in v taki obliki, ki je za posameznika razumljiva. 
 
Konvencija za varstvo zasebnosti v povezavi z avtomatsko obdelavo podatkov skuša 
opredeliti pojem zasebnosti na naslednji način (Merrils & Robertson, 2001, str. 138–139): 
1. zaščita posameznikove telesne in duševne nedotakljivosti, osebne morale in 
intelektualne svobode; 
2. zaščita pred napadi na posameznikovo čast in ugled ter odškodninska 
odgovornost; 
3. varstvo posameznikovega imena, identitete ali podobe pred nepooblaščeno 
uporabo; 
4. varstvo posameznika zoper zalezovanje, opazovanje in nadlegovanje;    
5. varstvo posameznika zoper zalezovanje, opazovanje in nadlegovanje in zaščita 
pred razkritjem informacij oseb, ki jih zavezuje poklicna molčečnost.  
 
2.2 VARSTVO OSEBNIH PODATKOV – TUJE IZKUŠNJE  
Tuje izkušnje in teorija varstva osebnih podatkov, ki jo povzemam po avtorjih (Čebulj & 
Žurej, 2005, str. 285–292): 
Armenija ima med izjemami poleg poslovnih skrivnosti navedene tudi bančne skrivnosti. 
Zelo je zanimiva odločba, da varuje podatke, ki potrebujejo varstvo zaradi profesionalnih 
aktivnosti, kot so npr. različni privilegiji in sem bi v Sloveniji uvrstili predvsem zdravniški, 
odvetniški in duhovniški privilegij. 
Belgija ima tri kategorije izjem: v prvi so informacije, ki jih organ ne sme posredovati, 
razen, če gre za javni interes, pri katerem je razkritje pomembnejše kot interes, da se 
informacij ne posreduje. Sem sodijo javna varnost, javni red, temeljne pravice, 
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mednarodni odnosi, varnost in obramba, poslovne skrivnosti, imena informatorjev ali 
poročevalcev, ki posredujejo skrite podatke. Druga kategorija določa zakonske omejitve 
za zasebnost, zakonska določila za tajnosti in tajnost posredovanj v vladnih oblasteh. 
Tretja kategorija so diskrecijske izjeme, ki se lahko uporabljajo, če je dokument dvoumen, 
nepopoln, zavajajoč, vezan na mnenje, ki ga je nekdo podal na podlagi zaupnosti, če 
zahteva pomeni zlorabo ali če je le–ta dvoumna.       
V Bolgariji so predmet izjem za dve leti lahko informacije, ki se nanašajo na dela v pripravi 
ali mnenja ali zadeve, ki so v fazi pogajanj in še potekajo. V Bolgariji so leta 2003 v 
predlogih k spremembam zakona, predlagani zelo zanimivi predlogi, kot spoznanja, ki jih 
je Bolgarija pridobila v dosedanji uporabi zakona. Skozi prvoten postopek v parlamentu je 
šel predlog, da se uvede »test tehtanja« in da mediji niso zavezani posredovanja 
informacije.    
Češka med izjemami navaja med drugim tudi informacije, ki so bile zbrane za sprejem 
odločitve, ki pa še ni bila sprejeta, informacije o delovanju sodišč in informacije o 
delovanju tajnih služb. 
Na Danskem sodijo med druge izjeme tudi zapisniki, dokumenti in posnetki sveta države, 
korespondenca med oblastmi in zunanjimi strokovnjaki pri izvajanju zakonodaje ali za 
uporabo v sodnih postopkih ali posvetovanja o mogočih pravnih postopkih, podatki, ki so 
bili zbrani za javno statistiko ali raziskave, kot tudi dokumenti o tehničnih načrtih ali 
postopkih, ki imajo materialno vrednost. Oblast mora razkriti informacije, če je podana 
nevarnost za življenje, zdravje, lastnino ali okolje. 
Estonija ima kot izjema navedene notranje podatke, ki so lahko zadržani za pet let. Sem 
sodijo informacije o sodnih postopkih, ki so v teku; informacije, ki so bile zbrane v 
postopku nadzornih postopkov; informacije, ki bi ogrozile dediščino ali naravne habitate; 
informacije o osnutkih zakonodaje in odredb; informacije o varnostnih ukrepih; 
dokumente, ki niso vsebovani v registru; osebne podatke.  
Finska ima 120 določb o tajnosti. Tajne podatke ima razdeljene v 32 kategorij tajnih 
dokumentov. Ti so izvzeti iz dostopa do informacij javnega značaja na podlagi različnih 
škodnih testov, glede na tip posamezne informacije. Določeno je, da so izjema dokumenti 
o zunanjih zadevah, kazenskih preiskavah, podatki o policiji in tajni policiji, vojaški 
obveščevalni službi in oboroženih silah, razen če je očitno, dostop ne bi ogrozil teh 
interesov. Osebni podatki, vključujoč življenjski stil in politično prepričanje določeni kot 
izjema, razen za tiste, ki imajo politično funkcijo ali so bili izbrani na volitvah. Sestanki 
vlade so tam javni.  
Francija ima kot izjeme določene podatke o postopkih pred parlamentom, priporočila 
upravnih organov, dokumente računskega sodišča, dokumente, ki se nanašajo na 
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postopke raziskav o pritožbah, poslanih Varuhu človekovih pravic, in dokumente pred 
sprejetjem poročila zdravstvene organizacije. Poleg tega so izjema tudi dokumenti, ki so 
del spisa, na podlagi katerega se bo sprejela upravna odločitev in ti so izjema le do takrat, 
ko se odločitev sprejme. V Franciji sodijo med izjeme tudi dokumenti, ki vsebujejo 
podatke o valuti in javnem dolgu in dejanjih odgovornih organov za odkrivanje davčnih in 
carinskih prekrškov. Dokumenti, ki bi kršili zasebnost, poslovne ali tržne skrivnosti, ki bi 
podajali vrednostno sodbo o posameznikih ali, ki bi kazali na vedenje posameznika, se 
lahko posredujejo samo osebi, ki je stranka.  
Irska zakona ne uporablja za dokumente, ki so bili ustvarjeni pred aprilom 1998, razen če 
vsebujejo osebne podatke ali pa so nujni za razumevanje drugih dokumentov, ki jih 
pokriva zakon. Na Irskem za različne tipe informacij poznajo različne teste javnega 
interesa. Na Irskem so dokumenti vlade javni pet do deset let po svojem nastanku. 
Italija med izjeme uvršča tudi informacije o denarni in menjalni politiki. Če se informacija 
ne posreduje, mora biti izkazana konkretna škoda javnemu interesu. Dostop je lahko 
zavrnjen, če se da dokazati specifična, identificirana škoda na nacionalni varnosti in 
obrambi ali mednarodnim odnosom, če je nevarnost škodovanja denarni in menjalni 
politiki in če se nevarnost nanaša na izvajanje prava ali na zasebnost ali tajnost 
posameznikov, pravnih oseb, skupin, podjetij, združenj. 
Norveška ima večje število izjem. Med izjeme sodijo dokumenti, ki so v postopku 
reševanja primera, razen če organ ni že poslal dokumenta. Dokumenti se obravnavajo kot 
izjema tudi tedaj, ko jih kot izjemo določa kakšen drug zakon, če se le-ti nanašajo na 
nacionalno varnost, nacionalno obrambo, finančno upravljanje, zapisnike vlade, 
mednarodne odnose, imenovanja in zaščito v civilnem servisu, regulatorne in kontrolne 
ukrepe, odgovore na testih, letne in dolgoročne proračune, fotografije oseb, ki so vnesene 
v register osebnih podatkov. 
Velika Britanija pozna tri vrste izjem: absolutne izjeme, kvalificirane izjeme in omejene 
izjeme. Zadnji dve vrsti izjem sta podvrženi testu javnega interesa. Te informacije se 
lahko zadržijo samo, če je javni interes v zadržanju tajnosti ali v prejudiciranju izjeme 
pretehta nad interesom javnosti v razkritju.  
2.3 ZASEBNO ŽIVLJENJE   
Pri ugotavljanju, ali je prišlo na področju zasebnega življenja do kršitev, imajo organi v 
Strasbourgu težko delo. Zasebno življenje in želje posameznika velikokrat trčijo v življenje 
skupnosti kot celote. Vlada, ki se je odločila, da določena aktivnost zasluži spoštovanje v 
skladu z 8 (1) členom, mora odločiti, v kolikšni meri je odgovorna, da se vmeša v to 
pravico v interesu zaščite družbe (Beddard, 1995, str. 98). 
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Primeri, ki jih avtor Beddard (1995, str. 98) opisuje, se dotikajo zasebnosti, vendar jih 8. 
člen EKČP ne vsebuje. Npr. leta 1974 se je prebivalec Reykjavika pritožil Komisiji glede 
islandskega zakona, ki prepoveduje, da bi imel psa. Mnenje Komisije je bilo, da 8. člen 
EKČP ne pokriva zaščite pravice do tega, da bi nekdo imel žival. Britanska tožnica se je 
pritožila, da je bil kršen 8. člen EKČP, ko jo je policija fotografirala, ko je demonstrirala 
proti apartheidu med tekmo ragbija. Komisija je pritožbo zavrnila z razlago, da je to javni 
dogodek, ki ga je obiskala prostovoljno in da se to ne more klasificirati kot zasebno 
življenje.   
Porajajo se vprašanja v kakšni meri nas 8. člen EKČP varuje pred tem, da bi za nami 
vohunili, nas nadlegovali ali opazovali.  Ali lahko prepreči napade na naš ugled, fizično in 
mentalno integriteto ali moralno ali intelektualno ali intelektualno svobodo? In v kakšni 
meri lahko Konvencija zaščiti, kar običajno imenujemo zasebnost? Težave glede 
uravnoteženja posameznikovih želja in družbe kot celote se ne sme podcenjevati. 
Ugotovimo lahko, da predstavljajo bistven del na področju kompleksnosti odločanja glede 
človekovih pravic. Kompleksnost npr. vključuje vprašanje, v kakšni meri bi se morala 
vmešati država glede morale. Domnevati je treba, da je običajno namen zakonodajalcev 
doseči mirno življenje zase, za upravljavce in za izvršno vejo oblasti. V demokraciji naj bi 
omogočili maksimalno svobodo v skladu z dobrobitjo skupnosti kot celoto. Poraja se 
vprašanje, ali stroški in travma sestavljanja uničenih življenj v tistih redkih primerih, ko 
druge osebe niso prizadete, opravičujejo vmešavanje in prepoved aktivnosti, za katere 
nekateri posamezniki menijo, da so nujne za poln razvoj njihovih osebnosti. Kljub temu, 
da se sprejme, da so določene aktivnosti del zasebnega življenja, pa še vedno obstajajo 
primeri, ko je vmešavanje potrebno. Komisija in Sodišče sta ugotovila, da je na taka 
vprašanja težko odgovoriti, na začetku so velikokrat uporabili doktrino meje proste 
presoje (angl. margin of appreciation) glede nacionalnih in kasneje evropskih norm. 
Pristop, ki ga zdaj upoštevajo, da je velik del bremena na državah, da pokažejo, da je 
vmešavanje ustrezno dejanju (Beddard, 1995, str. 99). 
Skrbi glede zlorabe elektronsko shranjenih podatkov se večajo z razvojem tehnologije, ki 
omogoča obdelavo podatkov. Gora nezaželene pošte, ki ustreza prejemnikovim interesom, 
hobijem, znesku na bančnem računu, lahko hitro naredi sumničave tudi najbolj 
nesumničave posameznike. Možno je ugibati, v kakšni meri je mogoče uporabiti 
Konvencijo za ugotovitev reguliranja uporabe takih informacij in v kakšni meri imajo vlade 
dolžnost, da bi to vključile v zakonodajo. Primeri, ki so prišli pred Komisijo in Sodišče, 
vključujejo možnost uporabe v uradnih evidencah. V primeru Leander (v zvezi s Švedsko), 
je bil tožnik in vlagatelj tožbe odpuščen iz službe muzejskega tehnika zaradi tveganja 
glede varnosti. Informacijo glede tega so pridobili iz tajnega policijskega arhiva. Sodišče je 
v tem primeru, kot tudi v mnogih drugih v zvezi z državno varnostjo, švedskim oblastem 
dovolilo široko mejo proste presoje in menilo, da 8. člen EKČP ni kršen (Beddard, 1995, 
str. 100). 
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V primeru Gaskin proti Združenemu kraljestvu je vezan na evidence o Gaskinovem 
otroštvu in mladosti, ki ga je preživel v rejniških družinah. V tem primeru je bila zaupnost, 
ki so jo zahtevale oblasti, zaščita tistih, ki so prispevali informacije, mnogi od njih niso 
želeli, da bi njihove izjave prišle v javnost, in drugih, ki jih ni bilo mogoče najti. Komisija je 
bila mnenja, da spoštovanje zasebnega življenja zahteva, da bi vsakdo moral poznati 
podrobnosti glede svoje identitete kot individualno človeško bitje, vendar je tudi uvidelo, 
da je v tem primeru težko najti ravnotežje med pravicami tožnika oz. vlagatelja tožbe in 
pravicami tistih, ki so morali sestaviti poročila. Sodišče je odločilo, da to, da država ni 
uspela izpeljati postopkov za pridobitev evidenc, ki bi jih imel tožnik oz. vlagatelj tožbe na 
voljo, predstavlja kršitev pozitivne obveznosti iz 8. člena EKČP (Beddard, 1995, str. 100-
101). 
Sodišče se je srečalo tudi s pritožbami v zvezi z nadzorom, prestreganjem pošte in 
prisluškovanje telefonskim pogovorom. Ravno primer Klass proti Nemčiji je bil povezan z 
nadzorom in prestreganjem pošte in telefonskih klicev. Tožniki (skupina odvetnikov) so se 
pritožili, da je zakonodaja iz leta 1968 omejila pravico do zasebnosti pošte in 
telekomunikacij, saj je dovolila nadzor, v določenih okoliščinah, ne da bi bilo pri tem treba 
obvestiti osebe, ki se jih to tiče. Sodišče ni dvomilo, da je tak postopek v nasprotju z 8. 
členom EKČP, vendar pa se je porajalo vprašanje, ali je vmešavanje opravičljivo na osnovi 
2. odstavka 8. člena EKČP. Ta odstavek, kot je poudarilo Sodišče, je treba tolmačiti ozko. 
Menilo je, da je tajni nadzor državljanov, ki je značilen za policijske države, dopusten v 
skladu s Konvencijo samo, če je resnično potreben za zavarovanje demokratičnih 
inštitucij. Sodišče je menilo, da danes, glede na grožnjo demokraciji s strani zelo 
sofisticiranih oblik vohunjenja in terorizma, mora obstajati zadostno in učinkovito jamstvo 
priti zlorabam. Po pregledu nemške zakonodaje je Sodišče prišlo do zaključka, da ni 
mogoče ugotoviti kršenja 8. člena EKČP (Beddard, 1995, str. 101).  
V primeru Malone proti Zvezni republiki Nemčiji je bilo ugotovljeno kršenje 8. člena EKČP. 
Sumilo je, da ima Malone ukradeno blago in v skladu z veljavnimi postopki, je njegovim 
telefonskim pogovorom prisluškovala policija. Sodišče ni bilo zadovoljno s tem, da so ti 
postopki dopustni in je menilo, da pravo v Walesu in v Angliji ne pojasnjuje dovolj jasno 
obsega in načina postopkov. Podobne kršitve je Sodišče ugotovilo v primerih Kruslin in 
Huvig proti Franciji.  Pravica do zasebnosti in uživanje svojega doma brez poseganja 
drugih v  to pravico, je povezana z 8. členom  ter mirnim uživanjem svojega premoženja, 
ki je povezana s 1. členom Protokola (Beddard, 1995, str. 101).  
V primerih vezanih na spoštovanje pravice 8 (1). člena EKČP, pravice do spoštovanja 
svojega zasebnega življenja, družinskega življenja ter doma in dopisovanja, je mogoče 
ugotoviti, da so omejitve, navedene v členu 8 (2). velike. Tako npr. vmešavanja zaradi 
zaščite pred neupoštevanjem reda ali zaradi zaščite pred zločinom v večini primerov 
opravičujejo preiskavo lastnine. V primeru Chappell, ki je imel klub za izmenjavo 
videoposnetkov v mestu Frome, je njegovo hišo preiskovalo 17 oseb. Preiskovalci so bili 
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na eni strani policisti, ki so imeli nalog za preiskavo pornografskih videoposnetkov, na 
drugi strani pa so bili preiskovalci v imenu filmske družbe, ki so imeli nalog za preiskavo in 
so iskali kršitve avtorskih pravic. Evropsko sodišče je sicer kritiziralo nekatere podrobnosti 
preiskave, vendar je ugotovilo, da sta bila oba postopka upravičena glede na navedene 
omejite. Nepravilnosti glede izvajanja preiskav pogosto ugotavljajo lokalna sodišča, in zdi 
se, da bi bila pravica do tega, da se ne vstopa v posameznikovo lastnino, le redko 
predmet pritožb na Sodišču v Strasbourgu (Beddard, 1995, str. 102).  
V primeru Arrondellova proti Združenemu kraljestvu, ki se je pritožila, da jo moti hrup 
letal zaradi povečane uporabe letališča Gatwick in hrup z bližnje avtoceste, je Britanska 
vlada navedla, da je v sodobnih demokratičnih družbah nujno vzdrževati določeno število 
letališč s cestnimi povezavami in posledično je to omogočalo tudi zaposlitev mnogim 
prebivalcem tega področja. Vlada ni mogla upoštevati želja vseh, na katere je to vplivalo 
in čeprav je zanikala kršitev 8. člena Konvencije, se je strinjala, da bi Arrondellovi plačalo 
določeno odškodnino (Beddard, 1995, str. 102–103).  
2.4 PRAVICA DO ZASEBNOSTI 
Doktrina zasebnosti in njenem varstvu se je v ustavnem pravu začela razvijati  v 
petdesetih oz. šestdesetih letih, ko je ameriško Vrhovno sodišče začelo prepoznavati, da 
lahko država resno ogrozi eksistencialni, zasebni in individualni status državljana. Pojem 
zasebnosti človeka je v pravni teoriji nekoliko sporen. Z razvojem človeštva se je razširilo 
na nova področja tudi pojmovanje zasebne sfere. Zasebno sfero je potrebno upoštevati 
kot posebno pravno dobrino, pravni red pa ji mora zagotoviti vso potrebno varstvo 
(Šinkovec, 1997, str. 175). 
»Pravica do zasebnosti je ena temeljnih človekovih pravic, vendar pa ne deli v celoti te 
njihove usode. Enotne opredelitve zasebnosti ni. To pa še ne pomeni različno pravno 
ureditev, usmeritev in oteženo pravno varstvo. Zasebnost je potrebno obravnavati glede 
na druge človekove pravice in paziti na posebnosti tega pomembnega družbenega in 
pravnega instituta.« (Cvetko, 1999, str. 16). 
Od vseh človekovih pravic je zasebnost najtežje definirati. Pravilno razumeti in videti 
zasebnost zgolj na podlagi posameznih definicij je zelo težko oz. skoraj nemogoče. Razlog 
za težko vsebinsko določljivost zasebnosti je v dejstvu, da se je koncept zasebnosti, razvil 
najprej v vsakdanjem življenju posameznika in skupin, ki so želele, da se jim prizna ta 
pravica (Žurej, 2001, str. 295–298).    
Pravica do zasebnosti je mišljena tista pravica, ki kot pravica do osebnega življenja 
omogoča vsakemu razvoj osebnosti po njegovih določilih in ga pri tem varuje pred posegi 
tretjega v njegovo zasebnost (Cvetko, 1999, str. 16).  
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Cvetko (1999, str. 25) navaja, da gre pri zasebnosti za pravico, ki pripada vsakemu 
človeku in tudi učinkuje proti vsakemu, je treba tako pravico ustrezno zavarovati. Pravica 
do zasebnosti je opredeljena v ustavi in zavarovana s civilnopravnim in kazenskopravnim 
varstvom. 
Zasebnost nekateri razumejo kot neko okoliščino, kjer ni dostopa do neobjavljenih 
osebnih podatkov in informacij o drugemu. Javna objava osebnih informacij, razumevanje 
pravice do zasebnosti zbiranje osebnih podatkov, ki so v različnih dosjejih kot so 
zdravstvene kartoteke pacientov, socialno skrbstvo, krediti itd. pomenijo kršitev 
zasebnosti (Kovačič, 2006, str. 43).  
Pravica do zasebnosti je bila vnesena v izvirni tekst EKČP že v osnutku EKČP, ki je bila 
podpisana 4. 11. 1950 v Rimu, v veljavo pa je stopila 3. 9. 1950. Abstraktno pojmovanje 
pravice do zasebnosti v dikciji 8. člena, imenovano »pravica do spoštovanja zasebnega in 
družinskega življenja, doma in dopisovanja«, z dikcijo »vsakdo ima pravico do spoštovanja 
svojega zasebnega in družinskega življenja, doma in dopisovanja«, je v zgodnjem 
obdobju veljave EKČP porajalo veliko težav. Vsi našteti pojmi, »zasebno življenje«, 
»družinsko življenje«, »dom« in »dopisovanje«,  v bistvu objekti zaščite 8. člena, so 
aspekti širše pravice do zasebnosti. Med seboj so različni, a se pojmovno v določenih 
detajlih prekrivajo in dopolnjujejo.2 Profesor Van Dijk opozarja, da praktično razlikovanje 
med objekti varstva ni pomembno, saj se je moč pritožiti zaradi kršitve same pravice do 
zasebnosti na podlagi 8. člena kot celote (Dijk, 1990, str. 368).  
Parlamentarna skupščina Sveta Evrope je zasebnost opredelila kot pravico, da posameznik 
živi svoje življenje ob minimalnem vmešavanju.3 Sodišče je zadeve glede zasebnosti 
postavilo trdno v kontekst zasebnega življenja, nanj se je sklicevalo kot na zakonito 
                                        
2 Čeprav so organi ESČP (in tudi teorija) izoblikovali natančnejše razlikovanje oz. razmejevanja med 
pojmi »zasebno in družinsko, dom in dopisovanje«, tako npr. nadzor telekomunikacij vpada pod 
zaščiteno sfero tako zasebnega življenja kot doma in tudi dopisovanja. Tako Komisija (EKČP) kot 
tudi samo ESČP v primeru Klass (precedens, odločba 6.9.1978)   
3 Resolucija 428 z dne 23. januarja 1970, ki vsebuje izjavo glede menijev za masovno komunikacijo 
in glede človekovih pravic. Celotna definicija se glasi: »Pravica do zasebnosti v bistvu sestoji iz 
pravice, da bi posameznik živel svoje lastno življenje ob minimalnem vmešavanju. Zadeva zasebno 
in družinsko življenje ter življenje doma, fizično in moralno integriteto, čast in ugled, izogibanje 
temu, da bi posameznika prikazovali v napačni luči, nerazkrivanje nepomembnih zadev in dejstev, 
ki bi posameznika lahko spravili v zadrego, nedovoljena objava zasebnih fotografij, zaščito pred 
zlorabo osebnih sporočil, zaščito pred razkritjem fotografij, ki jih je posameznik prejel ali 
posredoval zaupno. Tisti, ki bi s svojimi lastnimi dejanji spodbujali indiskretno razkrivanje, glede 
katerega so se kasneje pritožili, se ne smejo sklicevati na pravico do zasebnosti. Glej tudi 
Resolucijo 1165 z dne 26. junija 1998 glede pravice do zasebnosti.       
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pričakovanje glede zaščite in spoštovanja zasebnega življenja (Ovey & White, 2006, str. 
296). 
Zadevo sta pred Komisijo izpostavila grof in grofica Spencer v zvezi s publiciteto tiska 
glede grofičinih težav s hranjenjem in drugimi zadevami.4 Pritožna komisija za tisk je nato 
ugotovila, da je del publicitete prekršil kodeks obnašanja v zvezi z zasebnostjo. Pritožba 
glede kršitve 8. člena EKČP je bila, da Združeno kraljestvo ni izpolnilo obveznosti glede 
zaščite do spoštovanja zasebnega življenja in da ni uspelo prepovedati objave in ponovne 
objave informacij in fotografij v zvezi z zasebnim življenjem vlagateljev. Čeprav je bilo 
ugotovljeno, da so vloge nesprejemljive, ker vlagatelja nista uspela povsem izkoristiti 
pravnih sredstev doma, je Komisija ugotovila, da lahko odsotnost ustreznega pravnega 
sredstva v nacionalnem pravnem redu glede omejitev objav v zvezi z zadevami, 
povezanimi z zasebnim življenjem, lahko pomeni kršitev 8. člena EKČP o zaščiti zasebnega 
življenja. Komisija se je v tem primeru očitno zavedala napetosti med pravico do 
zasebnega življenja v skladu z 8. členom in svobodo izražanja v skladu z 10. členom te 
Konvencije (Ovey & White, 2006, str. 297). 
V odklonilnem ločenem mnenju v primeru Hatton5 je uporabljen jezik zasebnosti kot 
temelj za njihovo odklonitev glede odločitve večine (Ovey & White, 2006, str. 297–298): 
1. Logično je, da je inverzno razmerje med pomembnostjo pravice do zasebnosti na 
eni strani in dopustnega namena vmešavanja države na drugi stani. Prav tako drži, 
da spolna intima prestavlja najbolj koncentrični del zasebnega življenja, pri 
katerem je treba posameznika pustiti na miru, razen če se ne vmešava v pravice 
drugih. Vendar pa ni logično izluščiti iz besedila, da bi morala biti doktrina 
proporcionalnosti inverznega razmerja med pomembnostjo pravice do zasebnosti 
in dopustnim vmešavanjem omejena na spolno intimo. Drugi vidiki zasebnosti, kot 
je zdravje, so lahko prav tako »intimni«, vendar precej bolj vitalni.   
2. Zasebnost je heterogena pravica. Specifični obrisi zasebnosti so lahko jasno 
razmejeni samo, če so obvarovani pred različnimi načini posega. Poleg tega je 
zasebnost vidik splošnega dobrega počutja posameznika in ni nujno zgolj ločeno 
področje. Intenzivnost dopustnega vmešavanja države v zasebnost posameznika 
ter njene ali njegove družine bi morala torej veljati, kot da je v intenzivnem 
razmerju s škodo, ki jo vmešavanje verjetno povzroči njegovemu ali njenemu 
mentalnemu ali fizičnemu zdravju. Z drugimi besedami: ni pomembno, da je 
spolno življenje para, čigar tišino doma moti hrup letalskih motorjev, lahko resno 
prizadeto. Argument je, da je »zdravje kot stanje celovitega fizičnega, mentalnega 
                                        
4 Apps. 28851/95 in 28852/95 Earl Spencer in Countess Spencer v.  United Kingdom (1998).  
5 Hatton and others v United Kindom (App. 36022/97). Judgment of the Grand Chamber, 8. July 
2003. 
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in družbenega dobrega počutja«  v posebnih okoliščinah v tem primeru predpogoj 
za kakršnokoli smiselno zasebnost, intimo itd. in ne more biti nenaravno ločeno. 
Seveda je pri vsakem primeru treba odločati glede na vsebino primera, treba je 
upoštevati tudi celoto specifičnih okoliščin.  V tem primeru pa je jasno, da se 
varovanja zdravja in varovanje zasebnosti križata in prekrivata.  
 
V primeru Peck6 je Sodišče (ESČP) označilo razkritje vlagatelja v stiski, ki je poskušal 
storiti samomor, kot »resno vmešavanje v njegovo pravico do zasebnosti«, čeprav se 
obrazložitev nanaša na njegovo pravico do spoštovanja njegovega zasebnega življenja 
(Ovey & White, 2006, str. 298). 
Vodilna avtoriteta v sedanjem času je primer Von Hannover proti Nemčiji.7 Vlagateljica je 
bila princesa Karolina Monaška, ki se je pritožila, da neuspeli poskusi sodnih postopkov 
proti Nemčiji, da bi obvladovali objavo njenih fotografij, predstavljajo kršitev njene pravice 
do spoštovanja njenega zasebnega življenja. Sodišče se je ukvarjalo z napetostjo med 
pravico do zasebnosti in svobodo izražanja v 10. členu Konvencije, vendar je ugotovilo, da 
oba člena dopuščata omejitve glede varovanja pravic in ugleda drugih, za kar so menili, 
da je v tem kontekstu še posebej pomembno. Preizkus je bil, ali je objava upravičena 
glede na  javne interese. Sodišče meni, da je treba narediti temeljno razliko med 
poročanjem o dejstvih, celo nasprotujočih si, ki lahko v demokratični družbi prispevajo k 
debati v zvezi s politiki pri izvajanju njihovih funkcij in pri poročanju o podrobnostih iz 
zasebnega življenja posameznika, ki poleg tega v tem primeru ne izvaja javnih funkcij. Če 
v prvem primeru tisk izvaja svojo bistveno vlogo »čuvaja« v demokraciji s prispevkom o 
»razkrivanju informacije in ideje o zadevah javnega pomena«, tega v zadnjem primeru ne 
počne. Ta preizkus, glede na stališče Sodišča, nikakor ni zadovoljiv, kadar gre samo za 
namen objave fotografij, da bi zadovoljili radovednost bralcev o zasebnem življenju 
določene osebe. To ne prispeva k nobeni debati o splošnem interesu družbe. Glede 
pogojev, pod katerimi bi lahko vlagateljica zavarovala varovanje njene pravice do 
zasebnosti na nemških sodiščih, se ni zdelo, da gre za pošteno ravnotežje med 
nasprotujočimi se interesi v tem primeru. Prišlo je do kršenja 8. člena Konvencije. To 
dokazuje zelo široko paleto okoliščin, ki jih pokriva pravica, ki jo ščiti 8. člen Konvencije.  
Področje, kot je zasebno življenje, veliko bolj predstavlja območje za uravnoteženje pravic 
družbe kot celote in pravic posameznika. Kadar gre za tak primer, je verjetno, da bo 
potreben obstoj zaščite v nacionalnem pravnem redu, ki bi nagovarjal to ravnotežje v 
demokratični družbi. Primeri v zvezi s tem členom prav tako kažejo delovanje Konvencije 
                                        
6 Peck v. United Kingdom (App. 44647/98). Judgment 28 January 2003. EHRR.  
7 Von Hannover v. Germany  (App. 59320/00). Judgment 24 June 2004. EHRR.  
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kot živega instrumenta, ki lahko odraža spreminjajoče in razvijajoče se odnose in 
vrednosti pogodbenih strani (Ovey & White, 2006, str. 298–299). 
Posameznik je lahko prizadet psihično in fizično in pri tem lahko trpi njegov ugled, 
prizadeta je njegova čustvena, psihična in fizična identiteta (ponižanje, tesnoba, strah 
itd.). Posameznikove duševne bolečine so lahko velikokrat močnejše in hujše kot pa 
fizične. Vse to pa vpliva posledično tudi na odnose z drugimi osebami in posameznikovo 
okolico (Solve, 2009, str. 174).  
V zasebnost posameznika je mogoče vdreti s pomočjo posebnih operativnih metod, in 
sicer s prisluškovanjem in snemanjem pogovorov, ob privolitvi vsaj ene osebe. Tu gre za 
zelo grob poseg v zasebnost posameznika, ki niti ne ve, da se mu prisluškuje (Lavrič, 
2013, str. 185).   
Pravica do zasebnega življenja je tesno povezana s pojmom osebne integritete. Vsako 
poseganje v fizično integriteto osebe mora biti predpisano z zakonom in je zanj potrebna 
privolitev te osebe. V nasprotnem primeru, bi bilo osebi v ranljivem položaju, kot je npr. 
priprta oseba, odvzeto pravno zagotavljanje varnosti pred samovoljnimi dejanji. ESČP je 
ugotovilo kršitev zahteve zakonitosti iz 8. člena ob upoštevanju navedenih smernic v 
zadevi Y.F. proti Turčiji, 2003, v zvezi z obveznim ginekološkim pregledom pritožnikove 
žene med njenim priporom (Gomien, 2009, str. 70).    
2.5 PRAVICA DO ZASEBNEGA ŽIVLJENJA IN OSEBNIH DOKUMENTOV 
V več državah pogodbenicah Konvencije morajo posamezniki predložiti osebne dokumente 
pri pomembnejših stikih z državnimi organi ali celo v vsakodnevnem življenju. V takšnih 
okoliščinah dejstva, ki zadevajo omenjene dokumente, lahko sprožijo vprašanja v zvezi s 
pravico do zasebnega življenja iz 8. člena EKČP. Tako je ESČP ugotovilo kršitev te določbe 
v zadevi B. proti Franciji, 1992; delno iz razloga, ker je država zavrnila spremembo v 
rojstni matični knjigi, ki bi izražala spremembo spola transeksualca, čeprav francoska 
zakonodaja in praksa v večini zadev, ki imajo opraviti z državnimi organi, zahteva 
predložitev rojstnega lista. ESČP je prav tako ugotovilo v zadevi Smirnova proti Rusiji, 
2003, ko je država ob izpustitvi osebe iz pripora med preiskavo zavrnila vračilo njenih 
osebnih dokumentov, pri čemer je ESČP ugotovilo, da morajo Rusi v svojem vsakdanjem 
življenju neobičajno pogosto dokazovati svojo identiteto, npr. pri menjavi denarja, nakupu 
železniške vozovnice in pri številnih drugih opravilih, kot npr. pri prijavi na razpisano 
delovno mesto, prejemanju zdravstvene oskrbe ipd. Sodišče je tudi navedlo, da je v Rusiji 
upravni prekršek, če oseba nima pri sebi osebnih dokumentov ter, da so pritožnico 
dejansko oglobili, ker jih ni mogla predložiti. V skladu s sodno prakso Sodišča predstavlja 
ohranjanje podatkov o prstnih odtisih in vzorcih DNK posameznikov poseg v pravico do 
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zasebnosti. V primeru S. in Marper8 proti Združenemu kraljestvu, 2008, je Sodišče 
odločilo, da pomeni neomejeno ohranjanje podatkov o prstnih odtisih in vzorcih DNK 
oseb, ki so bile osumljene storitve kaznivih dejanj, ne pa tudi obsojene, kršitve 8. člena 
Konvencije (Gomien, 2009, str. 70–71). 
2.5.1 17. ČLEN MEDNARODNEGA PAKTA 
Pravica do zasebnosti uživa na podlagi konec leta 1966 v generalni skupščini OZN 
soglasno sprejetega Mednarodnega pakta o državljanskih in političnih pravicah tudi 
mednarodnopravno varstvo v okviru OZN. To varstvo pa še zdaleč ni tako učinkovito, kot 
je učinkovito varstvo EKČP. Trditi je mogoče, da je sistem varstva človekovih pravic, ki 
temelji na Mednarodnem paktu o državljanskih in političnih pravicah ter Fakultativnem 
protokolu k Mednarodnem paktu o državljanskih in političnih pravicah, še vedno pomeni 
začetke vzpostavljanja učinkovitega varstva človekovih pravic. Evropski partikularni sistem 
varstva človekovih pravic pa že pomeni učinkovito varstvo, kar je razumljivo, upoštevajoč 
globalni sistem nasproti partikularnemu. Pravico do zasebnosti 17. člena pakta, 
imenovano pravica do zasebnosti, družine, doma, dopisovanja in varstva časti ter dobrega 
glasu, je obravnavala Komisija Združenih narodov za človekove pravice na 32. seji leta 
1988.  17. člen se glasi (Lampe, 2010, str. 393): 
1. Nikomur se ne sme nihče samovoljno ali nezakonito vmešavati v zasebno življenje, 
v družino, v stanovanje ali dopisovanje ali nezakonito napadati njegovo čast in 
ugled. 
2. Vsakdo ima pravico do zasebnega varstva pred takim vmešavanjem in pred takimi 
napadi. 
 
Primarna funkcija 17. člena pakta je obveznost države zagotoviti pravno varstvo pred 
samovoljnim in protipravnim vmešavanjem. Pravno varstvo naj bo v obliki prepovedi 
protipravnega in samovoljnega vmešavanja v pravico do zasebnosti ter vzpostavitvi 
pravnega instrumentarija za njeno varstvo.  Komisija OZN je zavzela stališče, da gre 
pravno varstvo vsakemu pred posegi v njegovo pravico, in sicer tako pred posegi državnih 
organov kot pred posegi fizičnih oseb. Komisija OZN za človekove pravice je v splošni 
razlagi poudarila, da se poročila posameznih držav premalo nanašajo na natančnejšo 
določitev pojmov »samovoljno in protipravno« vmešavanje in ustreznejših zakonodajnih in 
protipravnih ukrepov za zagotovitev varstva pred takšnim vmešavanjem. Komisija OZN je 
definirala pojem »protipravno«, ki pomeni, da ne sme biti podano nobeno vmešavanje ali 
poseg ali kršitev, razen v primerih, vnaprej predvidenih v zakonu. Pojem »samovoljno 
vmešavanje« prav tako varuje posameznika pred pogoji, ki so sicer v skladu z zakonom, 
niso pa v skladu s cilji, določbami in namenom pakta. Temeljni cilj pakta izhaja iz 
                                        
8 S. and Marper v. The United Kingdom (App. No. 30562/04 and 30566/04)  
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preambule, v kateri so se države podpisnice med drugim izrekle o prepričanju in po 
načelih, izraženih v Ustanovni listini OZN, da pomeni priznavanje dostojanstva, ki je lastno 
vsem ljudem, ter priznavanje njihovih enakih in neodtujljivih pravic temelj svobode, 
pravice in miru. Države podpisnice ugotavljajo, da izvirajo vse pravice, vključene v pakt, iz 
človekovega dostojanstva, ki je neločljivo od človekove osebnosti (Lampe, 2010, str. 394–
395). 
»Splošno razlago Komisije OZN za človekove pravice, izhajajoč iz načel pakta pri 
interpretaciji posameznih pravic, pa je mogoče razumeti tudi kot splošna načela, v okviru 
katerih naj država članica (državna oblast) deluje tako na področju zakonodaje kot v 
izvrševanju te. V tem smislu komisija tudi označuje pravico do zasebnosti kot pravico, ki jo 
omejujejo družba in drugi posamezniki. Prav zato je treba ustvariti primerno ravnotežje 
med interesi družbe na eni strani ter interesi posameznika na drugi strani. Na področju 
prepovedi samovoljnega in protipravnega vmešavanja v posameznikovo zasebno življenje 
komisija predlaga državam članicam, da morata biti zbiranje in shranjevanje osebnih 
podatkov v računalniških bazah ter drugih bazah podatkov ne glede na to, ali gre za 
zbiranje in shranjevanje državne oblasti ali fizičnih oseb (posameznikov ali teles), določeni 
z zakonom. Državna oblast lahko zbira le tiste podatke iz posameznikovega zasebnega 
življenja, ki so ključnega pomena za interese družbe v okviru pakta. Poleg tega morajo 
države članice prevzeti učinkovite ukrepe, da zagotovijo, da informacije/podatki zasebne 
narave niso dostopni osebam, ki niso avtorizirane sprejemati, hraniti in uporabljati 
tovrstne podatke. Prav tako ne smejo države uporabljati tovrstnih podatkov v nasprotju s 
cilji pakta. Da bi bilo mogoče zagotoviti učinkovito varstvo zasebnega življenja 
posameznika, mora imeti ta pravico vedeti, ali in kateri podatki so hranjeni in s kakšnim 
namenom. Vsak posameznik se ima pravico prepričati, katera veja oblasti ali telo 
kontrolira ali lahko kontrolira baze podatkov. Če baze podatkov vsebujejo netočne osebne 
podatke ali če so bili ti podatki zbrani in vodeni v nasprotju z zakonom, mora imeti 
upravičeni pravico zahtevati popravek ali izbris tovrstnih podatkov. Kar zadeva prepoved 
samovoljnih in protipravnih posegov v dopisovanje, pa morajo države članice v svoji 
zakonodaji natančno določiti, ob izpolnjevanju katerih pogojev je poseg države v 
dopisovanje dopusten. Odločitev za tovrsten ukrep lahko sprejme le oblast, določena z 
zakonom,  in ne sme biti sprejeta kazuistično. 17. člen pakta zahteva, da mora biti tajnost 
dopisovanja zagotovljena de iure in de facto.  Naslednja priporočila Komisije Združenih 
narodov za človekove pravice iz 8. točke Splošne razlage, je mogoče razumeti kot načela, 
vendar s pomanjkljivostjo, da ta priporočila ne predvidevajo posameznih izjem. Torej  
načela ne predvidevajo omejitve pravice do zasebnosti in tudi (načeloma) ne določajo 
pristojnosti državne oblasti, kdaj se lahko vmeša v izvrševanje posameznikove pravice iz 
17. člena. Edina omejitev pravice iz 17. člena po razlagi  komisije splošna omejitev, da se 
državna oblast ne sme samovoljno ali nezakonito vmešavati v posameznikovo pravico. To 
načelo je zelo pomanjkljivo (dikcija drugega odstavka 8. člena EKČP je v primerjavi s tem 
filigranska). Tako v eni od splošnih razlag komisija piše: »Poročilo (korespondenca) mora 
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biti dostavljeno naslovniku brez interpretacije, ne da bi se odprlo ali kako drugače 
prebralo.«  Pri tem je ključnega pomena vprašanje, ob izpolnjevanju katerih pogojev je 
dovoljeno prestreči posameznikovo dopisovanje. Prav tako je mogoče razumeti, da morajo 
biti elektronski in kakršen koli drug nadzor, prestrezanje telefonskih, telegrafskih in drugih 
oblik komuniciranja, prisluškovanje in snemanje pogovorov prepovedani le načeloma.« 
(Lampe, 2010, str. 395–396).        
2.5.2 TEORETIČNI TEMELJI PRAVICE DO ZASEBNOSTI V 8. ČLENU EKČP 
Zaradi nejasne formulacije 8. člena EKČP in porajajoče se potrebe po spoštovanju in 
varovanju zasebnosti kot ene izmed temeljnih človekovih dobrin, so se leta 1967 v 
Stockholmu zbrale delegacije pravnikov članic Sveta Evrope in tudi velikega števila drugih 
držav na tematiko Pravica do zasebnosti. Na koncu konference nordijskih pravnikov so 
sprejeli končni dokument »Zaključke«, nekakšno deklaracijo, ki je bil razdeljen na tri dele 
(Lampe, 2010, str. 400): 
1. lastnosti pravice do zasebnosti; 
2. omejitve pravice do zasebnosti; 
3. varstvo pravice do zasebnosti. 
 
Prav na podlagi teh smernic, ki so navedeni v »Zaključkih«,  ki se jih EKČP drži še danes, 
se je izoblikovala praksa Evropskega sodišča za človekove pravice glede pravice 
zasebnosti na podlagi 8. člena. »Zaključki« se uporabljajo kot orodje v klasifikaciji pravice 
do zasebnosti, njegovega razumevanja in definiranja (Wildbaher, 1992).  
Pravico do zasebnosti je Konferenca v »Zaključkih« definirala kot enega izmed 
nepogrešljivih elementov za človekovo srečo, ki je pravica biti sam, živeti svoje življenje z 
minimalnim vmešavanjem. Človeka varuje pred državno oblastjo, javnostjo na splošno in 
pred drugimi posamezniki. Pravica naj bo varovana pred posegi v družinsko življenje, dom 
in dopisovanje. Smernice »Zaključkov« skandinavske konference je ESČP v svoji praksi še 
razširilo. Razsojeni primeri organov EKČP imajo funkcijo precedensov, saj se na podlagi 
njih orientirajo tako ESČP kot tudi države podpisnice; pod katerimi pogoji zagotavlja ESČP 
varstvo zasebnosti in pod katerimi pogoji se lahko nanj obrnemo in kako je pravica do 
zasebnosti omejena. Pomembna je še ena razsežnost 8. člena EKČP. Pravna praksa EKČP 
se uporablja kot, tako imenovan, minimalni standard človekovih pravic v Svetu Evrope, 
kar pomeni, da morajo nacionalni pravni redi varovati človekove pravice vsaj tako, kot to 
standardizira ESČP. Če država ne spoštuje teh standardov, je lahko zaradi konkretnega 
primera spoznana za odgovorno pred ESČP (Lampe, 2010, str. 400–401). 
Konferenca v svojih »Zaključkih« izhaja iz naraščajoče pomembnosti pravice do 
zasebnosti in v preambuli ugotavlja, da naraščajoča kompleksnost družbe zahteva 
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natančno zaščito pravice do zasebnosti. Konferenca v drugem členu »Zaključkov« definira 
pravico do zasebnosti kot pravico »biti sam«, živeti svoje življenje z najmanjšo stopnjo 
vmešavanja drugih. To na podlagi istega člena v širšem smislu pomeni pravico 
posameznika živeti svoje življenje, varovano pred (Lampe, 2010, str. 402): 
1. vmešavanjem v posameznikovo zasebno, družinsko in domače življenje; 
2. vmešavanjem v posameznikovo fizično ali psihično integriteto ali v njegovo 
duhovno in intelektualno svobodo; 
3. napadi na posameznikovo čast in ugled oz. sloves; 
4. prikazovanjem v »napačni luči«; 
5. objavo sramotilnih dejstev o posameznikovem zasebnem življenju; 
6. uporabo posameznikovega imena in podobe; 
7. skrivnim opazovanjem, vohljanjem, obleganjem; 
8. vmešavanjem v njegovo korespondenco; 
9. zlorabo njegove zasebne komunikacije, tako pisne kot ustne; 
10. objavo danih ali prejetih zaupnih podatkov. 
Gre le za okvirni prikaz pravice do zasebnosti, katere našteti vidiki so lahko omejeni. 
Definicija pravice do zasebnosti se v praksi nanaša na (Lampe, 2010, str. 402): 
1. osebno preiskavo;  
2. vstop in preiskavo prostorov ali lastnine; 
3. medicinske preglede, psihološke in fizične teste; 
4. objavo neresničnih in sramotilnih dejstev o posamezniku; 
5. prestrezanje korespondence; 
6. prisluškovanje; 
7. uporabo nadzorovanja in drugih posebnih metod in sredstev; 
8. avdio- ali video- snemanje in fotografiranje; 
9. nadlegovanje s strani tiska ali drugih medijev; 
10. javno objavo zasebnih dejstev; 
11. objavo informacij, ki so dane ali sprejete od profesionalnih svetovalcev ali javne 
oblasti; 
12. nadlegovanje osebe, na primer opazovanje in obleganje posameznika ali 
nadlegovanje posameznika z nadležnimi telefonskimi klici. 
 
Konferenca s končno določbo priporoča, da vsaka država sprejme ustrezne ukrepe, da 
zaščiti pravico do zasebnosti in predpiše tako civilne kot kazenske sankcije za njeno 
kršitev. Ti zaključki niso pravno zavezujoči.  Zavezujoča pa je Evropska konvencija o 
varstvu človekovih pravic in temeljnih svoboščin (EKČP). Država mora sprejeti ukrepe za 
varstvo pravice do zasebnosti v nacionalni ureditvi. Obveznost države je dvojna: 
negativna obveznost (da se ne sme vmešavati v izvajanje pravice do zasebnosti 
posameznika) in pozitivna obveznost (da mora varovati posameznikovo pravico do 
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zasebnosti pred državno oblastjo, javnostjo in drugimi posamezniki). Ob kršitvi pozitivne 
obveznosti (vmešavanju v pravico do zasebnosti s strani državnih organov), bo imel 
posameznik po izčrpanju nacionalnih pravnih sredstev pravico do pritožbe na ESČP. ESČP 
bo lahko državo spoznalo za odgovorno in jo ustrezno sankcioniralo. Ob kršitvi pozitivnih 
obveznosti (neizpolnitvi obveznosti zagotovitve varstva posameznikove pravice do 
zasebnosti) pa bo ESČP enako lahko spoznalo državo za odgovorno kršitve pravice do 
zasebnosti, in to zaradi neizpolnitve pozitivne obveznosti, k čemur se je država zavezala s 
sprejetjem EKČP (Lampe, 2010, str. 402–403). 
2.5.3 PRAVICA DO SPOŠTOVANJA ZASEBNOSTI ALI PRAVICA DO 
SPOŠTOVANJA ZASEBNEGA IN DRUŽINSKEGA ŽIVLJENJA, DOMA IN 
DOPISOVANJA 
Natančnejša analiza zahteva obrazložitev vprašanja, ali zasebno sfero posameznika varuje 
»pravica do zasebnosti« ali »pravica do spoštovanja zasebnega in družinskega življenja, 
doma in dopisovanja« (8. člen EKČP). Termin »pravica do zasebnosti« (right of privacy) 
kot splošni pojem zajema vse štiri vidike zasebnosti, in sicer (Lampe, 2010, str. 403): 
1. zasebno življenje, 
2. družinsko življenje, 
3. dom in  
4. dopisovanje.  
Vsaka izmed teh naštetih pravic varuje varovano področje. Pravica do zasebnosti varuje 
tudi druge vidike zasebnosti, ki niso vključeni v 8. člen EKČP. To trditev potrjuje tudi 
definicija pravice do zasebnosti v deklaraciji o množičnih medijih.  
K pojmovanju so organi EKČP na več mestih dodali, da koncept pravice do zasebnosti iz 8. 
člena vsebuje možnosti ustvariti in ohraniti vezi med drugimi ljudmi za izpolnitev 
posameznikove osebnosti. Organi EKČP niso definirali pravice do zasebnosti oz. določili 
njenega okvira. Prav tako organi EKČP niso definirali splošnega varstva 8. člena EKČP. 
Kljub temu pa je objekt varstva po 8. členu okvirno mogoče teoretično vseeno zarisati. 
Pravica do zasebnosti kot javna mednarodnopravna človekova pravica na podlagi 8. člena 
EKČP zagotavlja posamezniku varovanje zasebnosti v dveh vidikih, in sicer (Lampe, 2010, 
str. 404): 
1. neposredno – pred vmešavanjem države v posameznikovo zasebnost in 
2. posredno – kot temelj obveznosti države varovati pravico do zasebnosti z 
nacionalnim pravom.  
Na obeh ravneh je z EKČP določen procesnopravni instrumentarij varstva pravice do 
zasebnosti s strani ESČP, ki državo ob kršitvi pravice do zasebnosti sankcionira. 8. člen je 
temelj človekove pravice do zasebnosti in to pravico varuje pred vmešavanjem javne 
oblasti v njeno izvrševanje. Praksa organov EKČP je dopolnila vidik varstva, tako da 8. 
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člen posameznika varuje ne le pred vmešavanjem javne oblasti (pravica negativnega 
statusa), ampak ga varuje tudi pred drugimi posamezniki oz. nejavne oblasti s pozitivno 
zakonodajo (pravica pozitivnega statusa) (Lampe, 2010, str. 404).           
2.5.4 PODROČJA, KI NE SODIJO POD PRAVNO ZAVAROVANE PRAVICE IZ 8. 
ČLENA EKČP 
Pri identifikaciji posega v pravico do zasebnosti prek vprašanja, ali je bil podan poseg v 
pritožnikovo pravico do spoštovanja zasebnega in družinskega življenja, doma in 
dopisovanja na podlagi 8. člena EKČP, je potrebno najprej odgovoriti na vprašanje ali je 
podan poseg v pravno zavarovano sfero pravice do zasebnosti. Nato šele sodišče analizira 
poseg (vmešavanje) na temelju omejitev pravice od zasebnosti iz drugega odstavka 8. 
člena EKČP (Lampe, 2010, str. 405).          
2.6 ZASEBNO ŽIVLJENJE – PRAVICA DO SPOŠTOVANJA ZASEBNEGA 
ŽIVLJENJA 
Ideja o pravici do varstva zasebnosti je zakoreninjena že v zgodovini. Določila o 
zasebnosti vsebujejo že Koran in Mohamedovi govori. Tudi Biblija in judovsko pravo imata 
številna določila glede zasebnosti.9 Pravico do zasebnosti so priznavali celo v stari Kitajski  
in v stari Grčiji.10 Ameriška pravnika Samuel  Warren in Louis Brandeis  sta sodobni 
koncept pravice do zasebnosti prvič povzela leta 1890 in pravico do varstva zasebnosti  
opredelila kot pravico, da »se posameznika pusti na miru«.11 Koncept je bil splošno 
sprejet v ZDA in je del občega prava. V tem delu se je pravica do zasebnosti z razmerja 
država – posameznik prenesla tudi na razmerje posameznik – posameznik. Sodobna 
teorija o pravici do zasebnosti se je oblikovala v Splošni deklaraciji o človekovih pravicah 
in temeljnih svoboščinah leta 1948, ki izrecno brani posameznikovo teritorialno in 
komunikacijsko zasebnost.12 (Pirc Musar, 2008, str. 12).   
V teoriji in v kontinuirani praksi organov ESČP je mogoče zaslediti naslednjo definicijo 
pravice do spoštovanja zasebnega življenja: »Pravica do spoštovanja zasebnega življenja 
je pravica do zasebnosti, pravica živeti tako, kot posameznik želi, zaščiten pred javnostjo, 
samovoljnimi in neupravičenimi posegi državne oblasti.« V ta obseg je do določene meje 
vključena tudi pravica do ustanavljanja in razvijanja razmerij, predvsem emocionalnih, z 
                                        
9 Jeffrey Rosen, The Unwanted Gaze  (Random House, 2000)   
10 www.privacyinternational.com, Overviw of Privacy, 10. 7. 2015 
11 »The right left alone.« Ibidem. 
12 12. Člen: »Nikogar se ne sme nadlegovati s samovoljnim vmešavanjem v njegovo zasebno 
življenje, v njegovo družino, v njegovo stanovanje ali njegovo dopisovanje in tudi ne z napadi na 
njegovo čast in ugled. Vsakdo ima pravico do zakonskega varstva pred takšnim vmešavanjem ali 
takšnimi napadi.«   
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drugimi ljudmi, za razvoj in izpolnitev posameznikove osebnosti, njegovih avtonomnih 
odločitev.13 Primarna lastnost pravice do spoštovanja zasebnega življenja bi bila, da je ves 
čas v konfliktu s pravicami in interesi drugih oz. javnosti. Poraja se vprašanje kje je meja 
med pravico do spoštovanja zasebnega življenja posameznika na eni strani in pravicami 
oz. interesi drugih in državne oblasti vmešavati se v izvrševanje posameznikove pravice na 
drugi strani. Odgovor na to vprašanje je mogoč le s tehtanjem med interesi posameznika 
v zvezi z nedotakljivostjo pravice do zasebnosti in nasprotujočimi jim interesi javnosti v 
konkretnih primerih, glede na posebne okoliščine vsakega dejanskega stanja. Dejstvo, ki 
ga je treba upoštevati že v izhodišču v konkretnih situacijah je, da se posameznikovo 
upravičenje do spoštovanja zasebnega življenja s tem, ko je izpostavil javnosti svoje 
zasebno življenje, samodejno zmanjša. Seznam odločenih primerov ESČP na podlagi 
pritožb zaradi kršitve pravice do zasebnosti iz 8. člena EKČP, ki sodijo pod pravico do 
spoštovanja zasebnega življenja, je iz leta v leto daljši (Lampe, 2010, str. 406).   
Klasifikacija pravice iz 8. člena EKČP ter znotraj njene razčlenitve pravico do spoštovanja 
zasebnega življenja Bedard opredeljuje na naslednji način in pri tem ščiti vsa področja: 
pravico do navezovanja in vzdrževanja razmerij s soljudmi in okolico; ta pravica pa varuje 
naslednja varovana področja (Bedard, 1993, str. 71):  
a) spolno življenje kot sestavni del zasebnega življenja, ki varuje spolno življenje na 
splošno in obsega tudi homoseksualnost;  
b) zasebno življenje in pravo zakonske zveze (kombinirano varovano področje zasebnega 
in družinskega življenja, pravico do spoštovanja družinskega življenja ne glede na to, da je 
priznana na podlagi 8. člena kot samostojen pojem, pravico do razveljavitve in razveze 
zakonske zveze, pravico razvezanih zakoncev do varstva in obiskovanja otrok, pravne 
vidike očetovega interesa pri umetni prekinitvi nosečnosti in pravne vidike priznanja 
očetovstva); 
c) pravico do razpolaganja z lastnim telesom (pravico do spolne identitete, umetno 
prekinitev nosečnosti in zasebno sfero žensk in pravne vidike mladoletnih nosečnic). 
Ob upoštevanju avtoritativnih teoretičnih virov in prakse organov EKČP, lahko pravico do 
spoštovanja zasebnega življenja klasificiramo v 5 okvirnih skupin (Lampe, 2010, str. 407):  
1. posameznikova odločitvena zasebnost glede lastnega telesa; 
2. razmerja t. i. kombiniranega zasebnega in družinskega življenja; 
3. razmerja s soljudmi, ki ne sodijo pod kombinirano družinsko življenje; 
4. posegi državnih organov v posameznikovo pravico do zasebnega življenja; 
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5. posegi v zasebno življenje posameznika zaradi neupravičene uporabe osebnih 
podatkov.  
 
Po Lampe (2010, str. 407) je skupno prvim trem skupinam posameznikova odločitvena 
zasebnost, njegova odločitvena avtonomija in njegova duševna zasebnost glede 
njegovega lastnega telesa, glede razmerij, ki glede na dejansko stanje ne sodijo pod 
družinsko ali vsaj ne »čisto družinsko življenje«.  Pravica do spoštovanja 
posameznikovega zasebnega življenja je tako potencialno ogrožena s posegi javne oblasti 
v njegovo odločitveno zasebnost, prav tako pa tudi v njegovo duševno zasebnost in 
informacijsko zasebnost -  dandanes še posebno v t. i. zasebnost/tajnost osebnih 
podatkov. Primarni potencialni kršitelj posameznikove pravice do spoštovanja zasebnega 
življenja oz. širše pravice do zasebnosti na splošno je izvršilna veja javne oblasti.  
2.7 PRAVICA DO SPOŠTOVANJA ZASEBNEGA ŽIVLJENJA NASPROTI 
ORGANOM PREGONA  
V to kategorijo uvrščamo osebno preiskavo in zasebnost osebnih podatkov posameznika. 
2.7.1 OSEBNA PREISKAVA  
Komisija OZN za človekove pravice je leta 1988 podala Splošno mnenje v zvezi s 17. 
členom Mednarodnega pakta o državljanskih in političnih pravicah – torej o pravici do 
zasebnosti. Osebna preiskava nedvoumno pomeni poseg v posameznikovo zasebno 
življenje, zaščiteno s 1. odstavkom 8. člena EKČP. V teoriji je poudarjeno, da pri 
identifikaciji ni pomembno, ali gre za običajne policijske preventivne metode boja proti 
kriminalu ali za preiskavo v kazenskem postopku. Poseg v posameznikovo zasebno 
življenje s strani policije, kot sta osebna preiskava ali zaseg zasebnih predmetov npr. 
zaseg fotografij, dokumentov, pisem ipd., je dovoljena le na podlagi pogoja iz 2. odstavka  
8. člena EKČP. Poseg mora biti v skladu z zakonom in nujen v demokratični družbi zaradi 
državne in javne varnosti ali ekonomske blaginje države. Poleg tega mora biti poseg 
sorazmeren s svojim ciljem. V zaporu Maze na Severnem Irskem je Komisija štela za 
sorazmeren poseg pogoste telesne preiskave zapornikov pri zasledovanju cilja iz 2. 
odstavka 8. člena EKČP (preprečitve zločina in nereda). Poleg človekovega telesa 
(dobesedno organov), posameznikove obleke, prtljage in osebnih dokumentov, je objekt 
varovanja po 1. odstavku 8. člena EKČP tudi posameznikovo prevozno sredstvo. Praksa 
ESČP je kot objekt varstva obravnavala tudi avtomobil posameznika (Lampe, 2010, str. 
415). 
2.7.2 ZASEBNOST OSEBNIH PODATKOV  
»V razmerju posameznika nasproti državi (torej v vertikalnem razmerju), pri katerem 
lahko prihaja do vdora v pravico do zasebnosti posameznika v zvezi z avtomatsko 
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obdelavo osebnih podatkov, je mogoče razlikovati tri vrste razmerij: 1. zbiranje podatkov, 
2. hranjenje podatkov in 3. razpolaganje s podatki, ki se deli še na: a) dostop upravičenca 
do podatkov in b) razkrivanje podatkov.« (Lampe, 2010, str. 416). 
»Pravna vprašanja glede zbiranja, hranjenja in razpolaganja z osebnimi podatki so danes 
med delikatnejšimi in krucialnimi področji posameznikovega položaja znotraj državnega 
aparata. Posameznikova pravica do zasebnosti je v zvezi z avtomatsko obdelavo njegovih 
osebnih podatkov zelo izpostavljena. EKČP, natančneje njen 8. člen, ne zagotavlja 
expressis verbis varstva osebnih podatkov posameznika. 8. člen zagotavlja posameznikovo 
pravico do spoštovanja (doma, dopisovanja, družinskega in zasebnega življenja), katere 
objekt varstva je na podlagi kontinuirane prakse organov EKČP tudi tajnost osebnih 
podatkov posameznika.« (Lampe, 2010, str. 416). 
Generalni tajnik OZN je v poročilih leta 1973 in 1974 opozoril na varstvo osebnih 
podatkov. V poročilu »Respect of the Privacy of Individuals«, 1973, je svaril predvsem 
pred elektronskim prisluškovanjem, vohunjenjem in psihološkimi raziskavami. V poročilu 
»Human Rights and Scientific and Technological  Develpment«, 1974 pa je opozoril na 
človekove pravice tudi v informacijski družbi. Priporoča regulacijo varstva podatkov in 
njihovo spoštovanje s strani državne oblasti v teh temeljnih načelih (Lampe, 2010, str. 
416):  
1. zbirajo naj se le tisti podatki, ki so izključno potrebni za dosego določenega cilja, 
za katerega se podatki morajo zbirati; 
2. posameznik mora biti obveščen o podatkih, ki se zbirajo; 
3. za zbiranje podatkov je načeloma potrebno soglasje upravičenca. 
 
»V luči teh načel ter med drugim tudi resolucije št. 11, ki jo je sprejel Pravni center za mir 
na konferenci v Madridu leta 1979, je leta 1990 generalna skupščina OZN sprejela 
smernice OZN glede računalniško vodenih baz osebnih podatkov (Un Guidelines on 
Computerized Personal Data Files). V njih je zapisala deset načel, ki naj bi se jih držale 
posamezne države pri nacionalni ureditvi varstva osebnih podatkov. Ta načela so: 1. 
načelo zakonitosti in pravičnosti, po katerem naj bodo vsi osebni podatki pridobljeni na 
zakonit način, ki ni v nasprotju z načeli Ustanovne listine OZN, 2. načelo ažurnosti in 
točnosti, 3. načelo legitimnosti ciljev, 4. načelo dostopa do baz podatkov zainteresiranih 
oseb, 5. načelo prepovedi diskriminacije, 6. načelo izjem, po katerem se lahko odstopa od 
načel od 1 do 4 zaradi zaščite nacionalne varnosti, javnega reda, zdravja in morale ter 
pravice in svoboščin drugih na podlagi jasnega zakonskega temelja ter ob ustrezni 
zakonski zaščiti, nadalje, 7. načelo varnosti predvsem pred zlorabo hranjenih podatkov, 8. 
načelo nadzora in sankcioniranja, 9. načelo čezmejnega toka podatkov in 10. načelo, da 
se morajo vsa načela nanašati tako na državne kot na zasebne baze podatkov.« (Lampe, 
2010, str. 416–417). 
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2.7.3 EVROPSKO PARTIKULATNO PRAVO  
»Že leta 1970 je Organizacija za varnost in sodelovanje v Evropi (OVSE) začela pripravljati 
smernice za zagotovitev varstva osebnih podatkov. Smernice naj bi se nanašale na 
čezmejni pretok osebnih podatkov držav članic OVSE, na sodelovanje držav članic na tem 
področju ter zagotovitev kvalitete podatkov in pogojev za njihovo zbiranje. Smernice 
(Guidelines on the Protection of Privacy and Transborder Flows of Personal Data) so bile 
sprejete deset let kasneje in vsebujejo osem načel: 1. načelo omejevanja pri zbiranju 
podatkov, 2. načelo kvalitete podatkov, 3. načelo ciljev zbiranja podatkov, 4. načelo 
omejene uporabe podatkov, 5. načelo varstva hranjenih podatkov, 6. načelo vpogleda v 
hranjene podatke, 7. načelo aktivnosti posameznika in 8. načelo odgovornosti, po katerem 
so državne oblasti odgovorne za uresničevanje teh načel. Istega leta je bila sprejeta tudi 
konvencija o varstvu posameznikov glede na avtomatsko obdelavo osebnih podatkov, ki jo 
je Republika Slovenija ratificirala leta 1994.« (Lampe, 2010, str. 417).        
2.7.4 KONVENCIJA O VARSTVU POSAMEZNIKA GLEDE NA AVTOMATSKO 
OBDELAVO OSEBNIH PODATKOV  
Varstvo osebnih podatkov sodi v okvir pravice do spoštovanja zasebnega življenja, ki ga 
določa 1. odstavek 8. člena EKČP. Zaradi velikega pomena osebnih podatkov, njihovega 
shranjevanja, zbiranja, dostopa do njih ter razpolaganja z njimi v današnjem času je Svet 
Evrope že leta 1981 sprejel Konvencijo o varstvu posameznikov gleda na avtomatsko 
obdelavo osebnih podatkov (KoVP) (Lampe, 2010, str. 417).  
»Namen KoVP je zagotoviti spoštovanje pravic in temeljnih svoboščin in v tem okviru še 
posebno posameznikove pravice do zasebnosti v zvezi z avtomatsko obdelavo osebnih 
podatkov, ki se nanašajo nanj, ter njihovo zaščito (data protection). Velik pomen pravice 
do zasebnosti poudarja preambula KoVP z dikcijo, da je »treba širiti obseg varstva pravic 
in temeljnih svoboščin in še posebej pravico do spoštovanja zasebnosti« in »da je treba 
spoštovati temeljna načela zasebnosti«. Z ratifikacijo konvencije se podpisnice zavezujejo, 
da bodo zagotovile spoštovanje določil – temeljnih načel KoVP – s svojim nacionalnim 
pravom. Vsaka podpisnica pa mora tudi določiti primerne sankcije in pravna sredstva ob 
kršitvah določil nacionalne zakonodaje, s katerimi se zagotavljajo temeljna načela zaščite 
podatkov iz KoVP. Načela KoVP (zajeta v členih od 5. do 8., 9. člen določa omejitve) se 
nanašajo na vsa tri prej omenjena razmerja: glede 1. zbiranje podatkov določa KoVP, da 
morajo biti osebni podatki , ki se avtomatsko obdelujejo, pridobljeni in obdelani pošteno 
in zakonito, 2. osebni podatki morajo biti shranjeni le za določene in zakonite namene in 
ne smejo biti uporabljeni na način, ki ni združljiv s temi nameni. Osebni podatki, ki se 
obdelujejo avtomatsko, morajo biti primerni, ustrezni in ne smejo biti pretirani glede na 
namene, za katere so bili shranjeni. Prav tako morajo biti točni in ažurni ter shranjeni v 
obliki, ki dopušča identifikacijo posameznika, na katerega se nanašajo podatki, le toliko 
časa, kot je to potrebno za namene zaradi katerih so bili shranjeni. 3. glede razpolaganja 
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s podatki pa načela KoVP določajo, da mora biti vsaki osebi omogočen dostop do 
avtomatske zbirke podatkov, njenega namena in sedeža njenega upravljavca. Dajalcu 
podatkov, torej posamezniku, mora biti omogočeno, da dobi v razumnem času (brez 
večjih zamud in stroškov) potrdilo o tem, kateri podatki, ki se nanašajo nanj, so shranjeni 
v avtomatski zbirki podatkov, prav tako pa tudi izpis o teh podatkih, ki morajo biti v 
razumljivi obliki. Posameznik lahko zahteva popravo ali izbris podatkov, ki so bili obdelani 
v nasprotju z načelom kakovosti podatkov (5. člen) in načelom posebnih podatkov (6. 
člen). Če zahtevi za potrdilo ali sporočilo, popravek ali izbris ni ustreženo, mora nacionalna 
zakonodaja posamezniku omogočiti pravno sredstvo.« (Lampe, 2010, str. 418–419). 
»Za določene vrste osebnih podatkov, ki se nanašajo na rasno poreklo, politična ali druga 
prepričanja, zdravstveno ali spolno življenje ter na kazenske obsodbe, mora veljati 
poseben tretma (t. i. načelo posebnih podatkov).14 Ti podatki se lahko avtomatsko 
obdelujejo le, če nacionalna zakonodaja določa ustrezno zaščito. Varstvo ne samo 
posebnih, temveč,  vseh avtomatsko obdelanih podatkov je ključnega pomena za varstvo 
pravice do zasebnosti. Če država ne bo izpodbijala kriterija iz 7. člena KoVP (načelo 
zavarovanja podatkov – data security), bo lahko odgovorna na podlagi 8. člena za kršitev 
posameznikove pravice do zasebnosti iz 8. člena EKČP zaradi neuspeha pozitivne 
obveznosti zagotovitve pravice do zasebnosti. Načelo 7. člena KoVP nalaga državi, da 
mora za zaščito avtomatsko obdelanih osebnih podatkov sprejeti ustrezne varnostne 
ukrepe, s katerimi se preprečujejo naključno ali nepooblaščeno uničenje podatkov ali 
njihova izguba, prav tako pa tudi nepooblaščen pristop, obdelava in širjenje  teh 
podatkov. KoVP je treba primarno razumeti kot podaljšano roko 8. člena EKČP, kot 
poseben instrumentarij, ki nalaga državi podpisnici vključitev načel iz te konvencije v njen 
nacionalni pravni red. V skladu z drugim odstavkom 8. člena EKČP KoVP določa kriterije, 
kdaj so temeljna načela varstva podatkov lahko tudi omejena, in dopustne izjeme.15 
Izjeme in omejitve načel kakovosti podatkov (quality of data, 5. člen), posebnih podatkov 
(special categories of data, 6. člen) in dodatnih ukrepov varstva posameznika (8. člen) so 
dopustne le na temelju zakona (dikcija KoVP: »kadar so predpisane v zakonu 
pogodbenice«) ob pogoju nujnosti v demokratični družbi (dikcija KoVP: »ob upoštevanju 
temeljnih vrednot demokratične družbe«) zaradi: a) zaščite državne varnosti, javne 
varnosti, ekonomske blaginje države (dikcija KoVP: denarnih interesov države) ali 
zatiranja kriminala in b) zaščite posameznikov (data subjects) ali pravic in svoboščin 
drugih.16 Kot izhaja iz doktrine 8. člena EKČP in tudi KoVP, mora država podpisnica 
                                        
14 6. člen ZoVP. 
15 Izjeme in omejitve določa 9. člen ZoVp. 
16 ZoVP določa še drugo izjemo uresničevanja pravic v zvezi z varstvom osebnih podatkov, in sicer 
se lahko, če ni nevarnosti za kršitev zasebnosti posameznikov, na katere se podatki nanašajo, 
predpišejo omejitve za uporabo avtomatskih zbirk podatkov, ki vsebujejo osebne podatke, za 
statistične ali znanstvenoraziskovalne namene z zakonom.   
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upoštevati tako negativne obveznosti (vzdržati se mora vmešavanja v izvrševanje 
posameznikove pravice do zasebnosti) kot pozitivne obveznosti (zagotoviti mora ustrezno 
varstvo pravice do zasebnosti v nacionalnem pravnem redu). V tej luči je tudi mogoče 
analizirati dosedanjo relevantno prakso EKČP glede varstva osebnih podatkov in s tem 
tudi pravico do zasebnosti iz prvega odstavka 8. člena EKČP. Glede negativne obveznosti 
varstva osebnih podatkov države (torej prepovedi zlorabe podatkov) je ESČP odločilo v 
primeru Leander leta 1987,17 v katerem sicer ni ugodilo pritožbi, je pa poudarilo, da 
zbiranje in širjenje podatkov, povezanih z možnostjo zaposlitve, lahko pomeni kršitev 
pravice do spoštovanja zasebnega življenja iz prvega odstavka 8. člena EKČP.  Po mnenju 
sodišča pa v konkretnem primeru ni šlo za kršitev pravice iz prvega odstavka 8. Člena, saj 
je bil poseg upravičen zaradi nujnosti v demokratični družbi zaradi nacionalne varnosti. 
Veliko pozornosti pa je namenilo sodišče varnostnim ukrepom, ki naj v švedskem pravu 
preprečujejo zlorabo te vrste podatkov.« (Lampe, 2010, str. 419–420).  
2.7.5 NADZOR DRŽAVNE OBLASTI IN ZBIRANJE OSEBNIH PODATKOV   
»Pomemben vidik posega v zasebno življenje posameznika sta nadzor (surveillance)  
državne oblasti in zbiranje osebnih podatkov posameznika. Na tem mestu nas zanimata 
nadzor in zbiranje podatkov s posegi, ki ne pomenijo posegov v komunikacijsko zasebnost 
posameznika. Komisija se je v pritožbi Friedl proti Avstriji ukvarjala z vprašanjem, ali je 
kršitev pravice do zasebnosti zbiranje podatkov, kot so fotografije posameznika(ov), in 
ugotovila, da ta poseg ne pomeni kršitve pravice iz prvega odstavka 8. člena EKČP. 
Policija je namreč fotografirala pritožnika in druge osebe na javnem prostoru – pritožnik je 
sodeloval na demonstraciji – ter na podlagi teh fotografij pozneje ugotovila njegovo 
identifikacijo, te podatke je dokumentirala in jih shranila. Vendar je komisije za človekove 
pravice je menila, da ni šlo za kršitev pravice do zasebnosti iz prvega odstavka 8. člena, 
ker, a) ni šlo za poseg v t. i. notranji krog, inner circle, v smislu, da bi bile oblasti vdrle v 
pritožnikov dom in tam zasegle fotografije, b) fotografije so bile posnete ob javnem 
dogodku – manifestaciji številnih oseb, na kateri je prostovoljno sodeloval tudi pritožnik, 
c) fotografije so bile posnete in hranjene z razlogom, da bi bilo mogoče ugotoviti naravo 
manifestacije in vedenje navzočih v luči bodoče preiskave morebitnih posnetkov oziroma 
kaznivih dejanj. Poleg teh razlogov, zakaj ni v konkretnem primeru šlo za kršitev pravice 
                                        
17 V tem primer je šlo za pritožbo švedskega državljana zaradi kršitve 8. člena EKČP. Tožnik 
Leander je menil, da je šlo za kršitev njegove pravice do zasebnosti s tem, ko je država hranila 
tajno pridobljene podatke o njem in jih nato uporabila pri zavrnitvi njegove prošnje za državno 
službo. ESČP je menilo, da v tem konkretnem primeru ni šlo za kršitev 8. člena, saj so državni 
interesi prevladali nad pritožnikovim, saj je bila uporaba podatkov pri zavrnitvi prošnje za državno 
službo v skladu z zakonom in nujna v demokratični družbi. Prav tako so bili podatki o pritožniku 
ustrezno zaščiteni pred zlorabami.  
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do zasebnosti, je komisija navedla tudi zadostno varstvo zbranih podatkov.« (Lampe, 
2010, str. 420–421).  
2.7.6 RAZPOLAGANJE JAVNE OBLASTI Z OSEBNIMI PODATKI   
»Zelo občutljivo vprašanje je razkritje osebnih podatkov drugim osebam, predvsem tisku. 
V tej luči je leta 1995 odločala tudi komisija za človekove pravice. Pritožnik je zatrjeval, da 
je državna oblast (policija) kršila njegovo pravico, zajamčeno s prvim odstavkom 8. člena 
EKČP, s tem ko je tisku dala podrobne informacije o njegovi aretaciji. Pritožniku je policija 
odvzela prostost zaradi suma storitve kaznivega dejanja spolnega napada na mladoletno 
osebo. Policija je izvedla tudi hišno preiskavo in odkrila velike količine pedofilskega 
materiala. Pritožnik je menil, da je policija s tem, ko je dala zelo natančne podatke o 
zasegu predmetov in o njem samem, na podlagi česar bi bil lahko prepoznan v soseščini, 
kršila njegovo pravico do zasebnosti. Komisija je odločila, da je bil ob predpostavki, da je 
šlo za poseg (ne kršitev) v pravico iz prvega odstavka 8. člena, poseg upravičen na 
podlagi drugega odstavka 8. člena, saj je šlo za prevladujoči interes javnosti oziroma 
drugih posameznikov biti informiran.« (Lampe, 2010, str. 421).  
2.7.7 DOSTOP DO BAZ OZIROMA »BANK« OSEBNIH PODATKOV   
»Da obstaja pozitivna obveznost države zagotoviti dostop zainteresiranega posameznika 
do avtomatsko hranjenih podatkov, ki se nanašajo nanj, je »inter alia« določilo ESČP v 
primeru Gaskin proti Združenemu kraljestvu leta 1989. Pritožnik Gaskin se je pritožil 
zaradi nezagotovitve dostopa do podatkov o njegovem otroštvu. Gaskin je namreč 
otroštvo preživel v več rejniških družinah. Vlada Združenega kraljestva je menila, da so 
takšni podatki zaupne narave in da ni mogoče dobiti soglasja od oseb, ki so podatke 
posredovale. Sodišče je pri tehtanju med interesi pritožnika do pridobitve podatkov, ki se 
konec koncev tičejo njegovega lastnega življenja, na eni strani ter interesi drugih po 
ohranitvi tajnosti teh podatkov in interesi države pri uveljavljanju dostopa do zanesljivih 
podatkov in njihovega varstva na drugi strani menilo, da imajo osebe, kot je tožnik, 
utemeljen interes (vital interest) za pridobitev informacij v zvezi s tem, da bodo lahko 
poznale in razumele svoje otroštvo. Sodišče je še zapisalo, da je načeloma mogoče omejiti 
dostop do podatkov s privolitvijo drugih (contributors), vendar je v konkretnem primeru 
šlo za zahtevo po dostopu informacij o zasebnem in družinskem življenju, pri čemer drugi 
(contributor) ni bil dosegljiv ali je neprimerno zavrnil privolitev (improperly refuses 
consent), sam postopek pa teh okoliščin ni predvideval. Zato je ESČP odločilo, da je šlo za 
kršitev 8. člena EKČP.« (Lampe, 2010,  str. 421–422).  
2.7.8 VAROVANJE ZDRAVSTVENIH PODATKOV   
»Pri tem ESČP upošteva, da je varstvo osebnih podatkov, vključno z medicinskimi podatki, 
temeljna podlaga varstva posameznikove pravice do zasebnosti iz 8. člena EKČP. 
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Spoštovanje zaupnosti medicinskih podatkov je temeljno načelo pravnega sistema vsake 
države članice EKČP. Bistvena je ne samo zaščita zasebnosti pacienta, temveč tudi zaščita 
zaupnosti medicinskih in zdravstvenih dokumentov nasploh. V pravni praksi, povezani s 
tem, je ESČP v primeru M. S. proti Švedski odločilo, da je bilo v konkretnem primeru 
upravičljivo, da je državna  zdravstvena ustanova posredovala drugi (državni) službi, 
socialnemu varstvu, zdravstvene podatke o pritožniku. Ta je namreč uveljavljal določene 
bonitete socialnega zavarovanja. Po mnenju ESČP je bil poseg v sicer tajne podatke (tako 
je določala tudi švedska zakonodaja) sorazmeren na temelju drugega odstavka 8. člena 
EKČP, saj je bilo to po mnenju sodišča nujno v demokratični družbi zaradi ekonomske 
blaginje države. Sama švedska zakonodaja je po mnenju sodišča dovolj strogo varovala 
zdravstvene podatke, za njihovo zlorabo pa je predvidevala kazensko in civilno 
odgovornost. Verjetno eden zanimivejših primerov pred ESČP nasploh je odločba v 
primeru Z. proti Finski iz leta 1997. Ta primer je trdno jedro cele palete vprašanj v zvezi z 
upravičenostjo posegov v pravico do zasebnosti pritožnice. Ta je bila priča v kazenskem 
postopku zoper svojega moža, Afričana, ki je bil obtožen več kaznivih dejanj – od krvnih 
do spolnih deliktov. Kot priča v postopku je bila večkrat izpostavljena vprašanju, ali je HIV 
pozitivna.18 Ob nenehnemu zavračanju odgovora na to vprašanje so državne oblasti 
izvedle preiskavo njene zdravstvene dokumentacije, hranjene v neki bolnišnici, v kateri se 
je pritožnica zdravila. To pa po mnenju ESČP ni pomenilo kršitve, ker je bil poseg 
sorazmeren z drugim odstavkom 8. člena EKČP – tak je odgovor na vprašanje, ali je 
poseg državne oblasti pomenil kršitev pravice do zasebnosti pritožnice Z. Na vprašanje, ali 
je pomenilo kršitev zasebnosti pritožnice tudi zaslišanje njenih zdravnikov kot prič o 
njenem zdravju, je ESČP odgovorilo, da v konkretnem primeru prav tako ni šlo za kršitev 
prvega odstavka 8. člena zaradi interesov kazenskega postopka. Namesto tega je sodišče 
kršitev pravice do zasebnosti videlo v dveh aktih finskega sodišča: 1. sodba je odredila, da 
se lahko podatki iz spisa razkrijejo deset let po pravnomočnosti sodbe, in 2. v objavi 
sodbe s strani prizivnega sodišča v Helsinkih sta bili razvidni identiteta Z. ter njena 
zdravstvena dokumentacija.« (Lampe, 2010, str. 422–423).     
V zadevi MS proti Švedski je Sodišče obravnavalo problematiko vpogleda organov 
socialnega skrbstva v zdravniški karton pritožnice. V tem primeru je Sodišče izpostavilo 
pravico pritožnice do spoštovanja zasebnosti in odločilo v njeno korist (Kuhelj, 2004, 149–
150). 
                                        
18 Priporočilo, št. R (89) 14, o »etičnih vprašanjih okužbe z virusom HIV v zdravstvenih in socialnih 
okoljih«, ki ga je sprejel odbor ministrov Sveta Evrope 24. 10. 1989, zlasti splošne ugotovitve o 
zaupnosti zdravstvenih podatkov v točki 165 obrazložitvenega memoranduma.  
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2.7.9 POSEBEN REŽIM ZBIRANJA, HRANJENJA IN UPORABE PODATKOV V 
ZVEZI S TERORISTIČNIMI AKTIVNOSTMI   
»V starejšem relevantnem primeru je ESČP leta 1981 v pritožbi McVeigh, O'Neill in Evans 
proti Združenemu kraljestvu menilo, da je v konkretnem primeru obstajala potreba po 
boju proti terorizmu (torej interes nacionalne varnosti), ki je prevesila jeziček na tehtnici 
sorazmernosti med posegom in varstvom pravice do zasebnosti. Komisija je videla 
zaslišanje, odvzem prstnih odtisov, osebno preiskavo in fotografiranje na podlagi 
protiteroristične zakonodaje kot manjši poseg v pritožnikove pravice. ESČP je med drugim 
podobno odločilo v odločbi Murray proti Združenemu kraljestvu leta 1994, ko je menilo, da 
je bilo shranjevanje pritožnikovih osebnih podatkov in fotografij v mejah zakonskih 
(konvencionalnih) pooblastil. Temeljito je analiziralo vse ukrepe državne oblasti zoper 
pritožnika in ugotovilo, da nobeden od zbranih podatkov ni bil nerelevanten za 
preiskavo.« (Lampe, 2010, str. 423).  
Globalno gibanje za človekove pravice je okrepila paradigma človekovih pravic s 
privatizacijo nekaterih ključnih funkcij, kot so spremljanje in dokumentiranje kršitev 
človekovih pravic in zlorab, kot ga je pripravil Amnesty International Human Rights Watch 
(Goodhart & Mihr, 2011, str. 32). 
Skoraj ne mine dan, da ne bi prišlo do napada na našo zasebnost. Veliko je zlonamernih 
oblik posegov v osebne podatke in našo zasebnost. Tehnologija današnjega časa 
predstavlja dodaten problem -  to so predvsem inovacije v biometriki, GPS, pametne SIM 
kartice, identifikacija po frekvencah (RFID) itd. Te tehnologije so bile namenjene proti 
terorističnim akcijam, kljub temu pa to pomeni večji nadzor nad vsemi posamezniki. Z 
naraščanjem uporabe socialnih omrežij pa se širjenje osebnih podatkov še povečuje 
(uporabniki jih širijo sami). Avtor Wacks pravi, ko je pred 40. leti začel z raziskavami na 
tem področju, da so sem mu zdeli nemški in skandinavski pripravljavci zakonodaje preveč 
panični, in sicer v smislu, ker takrat še ni obstajalo veliko zlorab na področju osebnih 
podatkov. Zlorabe osebnih podatkov so se drastično povečale v dobi interneta in na ta 
način se je spremenil na tem področju značaj groženj. Tehnologija kot taka sama po sebi 
ni namenjena zlorabam, do tega jo je pripeljal izključno človeški faktor (Wacks, 2013, str. 
1–2).           
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3 PRAVICA DO SPOŠTOVANJA ZASEBNEGA IN DRUŽINSKEGA 
ŽIVLJENJA, DOMA IN DOPISOVANJA (8. ČLEN EKČP) 
Pravica do spoštovanja zasebnega in družinskega življenja pomeni, da ima vsakdo pravico 
do spoštovanja svojega zasebnega in družinskega življenja, svojega doma in dopisovanja. 
ESČŠ poudarja, da se javna oblast ne sme vmešavati v izvrševanje pravice, razen kadar je 
nujno zaradi državne in javne varnosti, blaginje države, da se prepreči nered in zločin, da 
se zavaruje zdravje ali morala in da se zavarujejo pravice in svoboščine ostalih ljudi 
(Kukec, 2008, str. 203).  
Pravica do zasebnosti je bila vnesena v izvirni tekst EKČP že v osnutku EKČP. Podpisana je 
bila 4. 11. 1950 v Rimu, v veljavo pa je stopila 3. 9. 1953. V dikciji 8. člena je abstraktno 
pojmovanje pravice do zasebnosti imenovano pravica do spoštovanja zasebnega in 
družinskega življenja, doma in dopisovanja. Z dikcijo »vsakdo ima pravico do spoštovanja 
njegovega zasebnega in družinskega življenja, doma in dopisovanja«, se je v zgodnjem 
obdobju veljave EKČP porajalo veliko težav. Pojmi zasebno življenje, družinsko življenje, 
dom in dopisovanje, so objekti zaščite 8. člena in so aspekti širše pravice do zasebnosti, 
so med seboj različni, vendar se med seboj v določenih detajlih prekrivajo in dopolnjujejo 
(Lampe, 2004, str. 371).        
Človekova zasebnost se pojmuje kot nemoteno in svobodno uveljavljanje zasebnega in 
družinskega življenja, kjer ni vmešavanja in nadziranja države ali drugih subjektov. 
(Kaučič, 2003, str. 119).    
Po stališču pravne teorije19 je z obsežno sodno prakso ESČP široko razlagalo vpliv tega 
člena. Vključuje klasične pravice in svoboščine, kot so nedotakljivost stanovanja in 
pisemska tajnost, kot tudi nove vidike varstva zasebnosti in osebnih podatkov v dobi 
hitrega razvoja sodobnih tehnologij (interneta), ki na nov način ogrožajo zasebnost 
posameznikov in njihovih družin. Evropsko sodišče za človekove pravice varuje zasebno 
sfero pred posegi države, to je negativni vidik varovanja, obenem pa državam 
podpisnicam nalaga pozitivne dolžnosti pri varovanju zasebnosti in osebnih podatkov. 
Sodišče išče ravnotežje med interesom posameznika do varovanja zasebnosti in interesom 
družbe kot celote. Državam pušča široko polje svobodne presoje pri izbiri načina, kako 
bodo ta člen uresničevale v praksi (Kukec, 2008, str. 204). 
Člen 8. EKČP generalno ščiti vse pravice do zasebnega življenja. Pri varovanju zasebne 
sfere  8. člen varuje osebe, ki so aktivne in dejavne v javni sferi in potrebujejo varno 
                                        
19 C. Ribičič, ibidem (2007), str. 132 in 133 – ter tam citiran P. van Dijk, G. J. H.  van Hoof, Key case Law 
extract, Theory and Practice of the ECHR, Haag, str. 486 – 488.    
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zatočišče in diskretnost v zavetju svojega doma (navezuje se tudi na dopisovanje), kjer jih 
ne bi kontrolirala in dosegla roka države (Brems, 2013, str. 131).    
Zasebnost je nek prostor, kjer najdemo svoj mir in zavetje ter se na ta način umaknemo 
pred zunanjim hitrim in grobim svetom. V današnjem času je zasebnosti vse manj, zato je 
prostor, kjer smo sami in se lahko tako duševno kot telesno umaknemo dragocen za našo 
psihično in fizično sprostitev. Družba nas vse bolj omejuje in utesnjuje, nas potiska v nek 
kalup oz. okvir, iz katerega si želimo pobegniti. Stalen video nadzor nas spremlja in beleži 
na vsakem koraku, pri vsakem delu in vsakem opravilu, zato je nujno za vsakega 
posameznika, da se lahko pred tem umakne in sprosti.20     
3.1 SPLOŠNO O PRAVICI DO SPOŠTOVANJA ZASEBNEGA IN 
DRUŽINSKEGA ŽIVLJENJA, DOMA IN DOPISOVANJA 
EKČP v 8. členu z naslovom Pravica do spoštovanja zasebnega in družinskega življenja, 
doma in dopisovanja določa (Janis, 2008, str. 373):  
• vsakdo ima pravico do spoštovanja svojega zasebnega in družinskega življenja, 
svojega doma in dopisovanja; 
• javna oblast se ne sme vmešavati v izvrševanje te pravice, razen če je to določeno 
z zakonom in nujno v demokratični družbi zaradi državne varnosti, javne varnosti 
ali ekonomske blaginje države, zato da se prepreči nered in kazniva dejanja, da se 
zavaruje zdravje ali morala, ali da zavarujejo pravice in svoboščine drugih ljudi.   
 
Pravica do spoštovanja zasebnega in družinskega življenja, doma in dopisovanja je 
prizadeta, če javna oblast poseže vanjo oz. na njeno področje mimo pravil iz drugega 
odstavka 8. člena EKČP. Evropska teorija za te posege uporablja naslednje izraze: krnitev, 
omejevanje, vmešavanje, prizadetost, prikrajšanje, kazen, grožnja s kaznovanjem in 
prepoved. Ta poseg je lahko storjen s konkretnim ravnanjem, vendar ne gre samo za 
oviranje uresničevanja pravice, ampak tudi za ukrepe, ki onemogočajo uživanje ali 
izvajanje pravice. Posegi so lahko tudi abstraktni, kjer gre za direktne in trajne učinke 
zakona na prizadetega posameznika. To so primeri policijskega nadzora (Šinkovec, 1997, 
str. 180).   
»Upoštevajoč podatek, da je ESČP prvič odločilo na podlagi 8. člena EKČP komaj leta 1978 
(v primeru Klass) in da je isto Sodišče prvič odločilo na podlagi same EKČP  šele leta 
1961, je moč ugotoviti, da strasbourški organi (Komisija in Sodišče) do poznih 70. let niso 
priznavali pravico do zasebnosti kot človekovo pravico in je tudi niso ustrezno varovali 
zaradi prevelike abstraktnosti pojmovanja 8. člena. Profesor Fawcett meni, da se blaga, 
                                        
20 Lastno mnenje 
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nejasna, nerazločna formulacija 8. člena nanaša le na besedilo (8. člena), ki reflektira 
pojmovanja zgodovinskega nastajanja EKČP, po katerem pravice iz 8. člena naj ne bi bile 
bistvene za funkcioniranje demokratične družbe, za razliko od drugih – zasebno življenje 
čeprav bi naj primarno varovalo fizične dobrine osebnega življenja, družinsko življenje 
družino pred razpadom, dom pred vdori vanj in dopisovanje pred zasegi in preiskavami. 
Praktičen pomen 8. člena, kot to dokazuje dosedanja praksa strasbourških organov pa je 
danes, nedvomno višji. Prav tako teorija poudarja, da je pravica do zasebnosti zaradi 
svojega neposrednega pomena za efektivno funkcioniranje demokratične družbe, temeljno 
načelo državljanskih in političnih pravic. V luči te teže je bila vnesena že v Splošno 
deklaracijo o človekovih pravicah (1948, 12. člen) in Mednarodni pakt o državljanskih in 
političnih pravicah (1966, 17. člen). Pravica do zasebnosti iz 8. člena EKČP pa igra 
pomembno vlogo v samem sistemu človekovih pravic. Je namreč povezana ali se nanjo 
pojmovno navezujejo tudi druge (sorodne) pravice. Primarno pravice iz 12. člena EKČP 
(pravica do sklenitve zakonske zveze in ustanovitve družine), iz 2. člena Protokola št. 1 k 
EKČP (t. i. parental control over children, imenovali bi jo lahko »pravica do pravice staršev 
zagotoviti vzgojo in izobraževanje svojih otrok«), iz 5. člena Protokola št. 7 EKČP (enakost 
pravic in dolžnosti zakoncev v zakonski zvezi in po njej). Posredno pa tudi z drugimi 
temeljnimi človekovimi pravicami in svoboščinami – svobode iz 5. člena (pravica do 
prostosti in osebne varnosti), 9. člena (pravica do svobod misli, vesti in veroizpovedi), 10. 
Člen (pravica do svobodnega izražanja) in 11. člena (pravica do mirnega zborovanja in 
svobodnega združevanja) EKČP.« (Lampe, 2004, str. 375–376).    
»Ideja zagotovitve določenih dobrin posameznika kot pravic in njihovega varstva tudi na 
mednarodnopravnem nivoju ter same narave pravice do zasebnosti (ter njene sorodnosti 
z drugimi pravicami) gre zaključiti, da je pravico do zasebnosti moč vključiti v t. i. prvo 
generacijo človekovih pravic. Poudariti moram, da pravici do zasebnosti nedvomno ne gre 
prvo mesto med pravicami, ki so vključene za človekovo bivanje v družbi – pravici do 
življenja, prepovedi mučenja, svobodi govora in tiska, garancijam v kazenskem postopku 
itd., gre nedvomno prednost – vendar je pravica do zasebnosti conditio sine qua pri 
obravnavanju posameznika (torej človeka) kot osebe v družbenem oziroma pravnem 
sistemu.«  (Lampe, 2004, str. 376).     
»Pravica do spoštovanja zasebnosti, družinskega življenja, doma in dopisovanja je pravno 
gledano relativno nova pravica, ki je v klasičnih pravniških tekstih osemnajstega stoletja 
ne zasledimo. V tistem času je bilo zasebno življenje namreč manj mobilno, tako fizično 
kot intelektualno, državni nadzor in opazovanje, snemanje in druge oblike tehničnega 
nadzora pa so postale aktualne šele s tehnološkim napredkom. Vendar kljub temu danes 
pravico do zasebnega in družinskega življenja zasledimo ne samo v Evropski konvenciji, 
temveč tudi v drugih mednarodnih dokumentih, ki se nanašajo na varstvo človekovih 
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pravic21. Pojem spoštovanja zasebnega in družinskega življenja posameznika, doma in 
dopisovanja je tako zelo kompleksen, da je Komisija pri sestavljanju vsebine osmega 
člena ugotovila, da je težko vnaprej predvideti vse možne primere, na katere se nanašajo 
zasebno in družinsko življenje posameznika ter njegov dom in dopisovanje. Že sam pojem 
zasebnega življenja je precej obsežen, saj se nanaša na situacije, ko ne gre samo za 
posameznika in njegovo zasebno sfero, temveč tudi za njegov odnos do drugih ljudi in za 
oblikovanje medsebojnih odnosov, še posebej na čustvenem področju. Posebno omejitev 
zasebnosti pomenijo navade, vrednote in običaji posamezne družbe, ali celo posameznega 
ožjega družbenega okolja. Obseg te pravice (in s tem tudi obseg potrebe po zasebnosti) 
je precej odvisen od splošnih kulturnih norm in norm vedenja v okolju. Danes te norme ne 
poudarjajo več samo zasebnosti posameznika. Vendar pravo vse bolj poudarja pomen 
človekovih potreb, interesov in občutkov na področjih, kjer je bil posameznik doslej zgolj 
omejen na vlogo objekta. Konvencija je določila, da je v primeru, ko država omejuje 
posameznikovo pravico do zasebnega in družinskega življenja nujno, da so takšne 
omejitve opravičljive na podlagi določila drugega odstavka osmega člena Konvencije. 
Zaradi interesa državne oblasti, ki je v primerih določenosti z zakonom in nujnosti v 
demokratični družbi opravičljiv iz razloga državne varnosti, javne varnosti ali ekonomske 
blaginje države, zato da se prepreči nered ali zločin, da se zavaruje zdravje ali morala, ali 
da se zavarujejo pravice in svoboščine drugih ljudi, je zaščita pravice do zasebnosti v 
neštetih primerih lahko omejena. Iz omenjenega razloga je definicija, da je pravica do 
zasebnosti pravica do življenja, kot ga  posameznik želi, brez vmešavanja javnosti, 
preobsežna in presplošna ter ustreza kvečjemu zgodovinskemu pojmovanju pravic v 
liberalni kapitalistični državi devetnajstega stoletja.« (Kuhelj, 2004, str. 39–41). 
                                        
21 17. in 23. člen Mednarodnega pakta o državljanskih in političnih pravicah, ki je bil ratificiran 1971 (Ur. list 
SFRJ, št. 7-35/71 z dne 4. 2. 1971), Slovenija pa je akt o notifikaciji nasledstva sprejela leta 1992 (Ur. list RS-
Mednarodne pogodbe, št. 9-55/92 z dne 17.7.1992 (Ur. list RS, št. 35/92). 
17. člen določa posebej pogoje varovanja pravice do časti in dobrega imena: »1. Nikomur se ne sme nihče 
samovoljno ali nezakonito vmešavati v zasebno življenje, v družino, v stanovanje ali dopisovanje in ga tudi ne 
nezakonito žaliti ali škodovati njegovemu ugledu. 2. Vsakdo ima pravico do zakonitega varstva proti takšnemu 
vmešavanju, žalitvam ali škodovanju.« 
23. člen določa varovanje družine in družinskega življenja: »1. Družina je naravni in temeljni sestavni del 
družbe in ima pravico do varstva družbe in države. …4. Države članice tega pakta morajo z ustreznimi ukrepi 
zagotoviti enakost zakoncev v pravicah in odgovornostih glede zakonske zveze med njenim trajanjem in ob 
razvezi. Če pride do razveze, poskrbijo za ukrepe, ki so potrebni za varstvo otrok.« 
Za 8. člen Evropske Konvencije bi težko rekli, da je enako specifičen, vendar vsebinsko gledano vsebuje tudi 
varstvo teh dveh pravic. Pravica do časti in dobrega imena je zajeta tudi v 10. členu Konvencije, ki v 2. 
odstavku posebej navaja zavarovanje ugleda in razkritje zaupnih informacij, ki predstavljata razloga za 
omejitev pravice do svobodnega izražanja.     
 35 
 
 
3.1.1 PRVI ODSTAVEK 8. ČLENA EKČP 
Na vprašanje zakaj v okviru do zasebnosti 1. odstavek 8. člena vključuje tudi pravico do 
spoštovanja družinskega življenja, avtor Lampe (2010, str. 424) navaja, da poleg 
mikroprostora »zasebnega življenja« in makroprostora »doma«, ki pomeni omejeno 
področje, kjer lahko posameznik svobodno razvija svoje zasebno življenje, je ključnega 
pomena za izpolnitev posameznikovega življenja tudi družina v najširšem smislu besede. 
Družina je torej osnovna družbena celica, ki je omejena na določen krog ljudi, ki pa naj bi 
kot celota ostala zaščitena pred samovoljnim vmešavanjem državne oblasti. Vendar 
moramo poudariti, da družina kot taka ne sme biti zaprta pred »zunanjim svetom«, torej 
nekakšna nedotakljiva enota. Pri tem mislimo predvsem na zlorabe znotraj družine, fizično 
nasilje, psihično nasilje, na spolno nasilje med partnerjema in na nasilje ali spolne zlorabe 
nad otroki. Zaradi tega mora biti družina kot asociacija posameznikov le »omejeno« 
nedotakljiva. Interes, ki se postavlja nasproti posameznikovi pravici do spoštovanja 
družinskega življenja, je predvsem interes zavarovanja pravic in svoboščin drugih ljudi.      
3.1.2 VARSTVO POSAMEZNIKA V ODNOSU DO DRŽAVE 
»Konvencija v prvem odstavku osmega člena določa opis in obseg pravice do spoštovanja 
zasebnega in družinskega življenja, doma in dopisovanja, medtem ko v drugem odstavku 
našteti pogoji in razlogi za možne omejitve pravice. Državna oblast torej lahko poseže v 
izvrševanje pravice samo v izrecno navedenih primerih. Kljub temu določilo osmega člena 
ne določa samo primerov, ko lahko država poseže v pravico, oziroma se mora v vseh 
drugih primerih posega vzdržati (negativna obveznost države), temveč določa tudi 
pozitivno obveznost države, da zagotovi pogoje, ki so potrebni za učinkovito izvrševanje 
pravice. Sodišče (prej tudi Komisija) v primeru, če ugotovi kršitev pravice iz prvega 
odstavka prouči, ali je takšna kršitev utemeljena na podlagi pogojev določenosti z 
zakonom  in nujnosti v demokratični družbi  iz razlogov državne varnosti, javne varnosti 
ali ekonomske blaginje države, da se prepreči nered ali kazniva dejanja, da se zavaruje 
zdravje ali morala, ali da se zavarujejo pravice in svoboščine drugih ljudi.« (Kuhelj, 2004, 
str. 41–42).  
3.1.3 POZITIVNA OBVEZNOST DRŽAVE 
EKČP v prvem odstavku 8. člena določa, da ima vsakdo pravico do spoštovanja svojega 
zasebnega in družinskega življenja, doma in dopisovanja, kar poleg dolžnosti države, da 
se ne vmešava v posameznikovo pravico (razen v primerih določenih v drugem odstavku 
istega člena), za državo ustvarja tudi pozitivno obveznost, da z domačo zakonodajo 
ustvari možnosti za nemoteno izvrševanje pravice. Primer pozitivne obveznosti najdemo v 
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zadevi Van Oosterwijck proti Belgiji22, kjer je Komisija neaktivnost države zabeležila, da 
država ni vpisala spremembe podatkov v rojstno matično knjigo po spremembi spola 
transseksualca. Komisija je to opredelila kot neizpolnitev pozitivne obveznosti in s tem 
kršitev 8. člena.23 Komisija je svoje stališče utemeljila z dejstvom, da lahko v omenjenem 
primeru pomanjkanje državne intervencije oz. neaktivnost državnih organov za 
posameznika predstavlja kršitev pravice do zasebnosti. Pri vpogledu v uradne listine se 
namreč razkrije drugačna spolna identiteta posameznika, kot je dejansko razvidna. Tako 
navzkrižje dejanskega in uradnega stanja posameznika vodi do razkritja najbolj intimnih 
zasebnih zadev tretjim osebam. Po mnenju Komisije je država v takšnih primerih dolžna 
varovati posameznika pred vdorom v njegovo zasebnost tudi nasproti tretjim osebam in 
ne samo proti nedovoljenim posegom državnih organov. (Kuhelj, 2004, str. 46).   
»Merila, ki povedo kdaj je država dolžna pozitivno posegati v varovanje pravic in kdaj ne 
so različna glede na vsebino problematike konkretnih primerov varstva pravice iz osmega 
člena. Iz zgoraj navedenih primerov je razvidno delno razhajanje stališč Komisije in 
Sodišča glede odločanja o vprašanju nujnosti pozitivnega delovanja države. Skupaj s 
problemom pozitivne obligacije držav se zastavlja tudi vprašanje, v kakšni meri mora 
država zagotoviti aktivno delovanje, da doseže učinkovitost varstva pravice. Vprašanje 
pozitivne obveznosti v besedilu osmega člena ni izrecno omenjeno. Vendar je Sodišče 
ugotovilo, da neaktivno delovanje države glede varstva posameznika predstavlja kršitev 
osmega člena enako kot neupravičeno poseganje države v pravico posameznika. Kljub 
temu pa od države ni mogoče zahtevati pozitivnih aktivnosti, če niso izpolnjeni pogoji iz 
drugega odstavka osmega člena. Pozitivna obveznost države lahko posledično sledi šele 
odločitvi o kršitvi pravice. Problematiko, ki se v smislu osmega člena največkrat pojavlja 
pred Evropskimi organi, lahko razvrstimo v tri globalne sklope: spoštovanje zasebnega 
življenja, spoštovanje družinskega življenja in spoštovanje doma in dopisovanja.« (Kuhelj, 
2004, str. 46–47). 
3.2 SPOŠTOVANJE ZASEBNEGA ŽIVLJENJA 
Pravica do zasebnosti je osebnostna pravica, je nepremoženjska ter osebna pravica.  V 
njej se združuje vrsta pravic v zvezi s človekovo osebnostjo in njegovimi privatnimi, 
čustvenimi razmerji. Ta pravica pripada posamezniku, je del njegove integritete in 
sestavni del njegove osebnosti, ki jo istočasno tudi varuje, pri tem pa je varovan tudi 
njegov odnos do drugih oseb (Cvetko, 1999, str. 25). 
Na področju varstva zasebnosti Kuheljeva (2004, str. 48) pravi, da sta pojem zasebnega 
življenja in meje varovanja pravice do zasebnega življenja temeljni področji, s katerima se 
                                        
22 Van Oosterwijck proti Belgiji. 
23 Žal se Sodišče s takšno argumentacijo Komisije ni strinjalo.   
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ukvarja ESČP. Definicija »zasebnega življenja« se je razvijala, spreminjala in dopolnjevala 
sočasno in odvisno od primerov, ki sta jih obravnavala EKČP in Sodišče. Čeprav je Sodišče 
izoblikovalo določene standarde varovanja zasebnega življenje, judikatura ne opredeljuje 
jasno pojma zasebnega življenja in pripadajočih vrednost.  
3.2.1 RAZVOJNI VIDIK PRAVICE DO SPOŠTOVANJA ZASEBNOSTI 
Pojem zasebno življenje je mogoče tolmačiti na več načinov. Splošna definicija 8. člena je 
pravno najtežja, saj se prilagaja hitrim družbenim spremembam in tehnološkemu razvoju. 
Tri metode razlage 8. člena EKČP (Kuhelj, 2004, str. 49):  
1. Pristop k obravnavanju 8. člena mora biti zato fleksibilen, obenem pa tudi pravno 
jasen in natančen. Institucije pravnega varstva morajo biti sposobne hitrega 
odziva na nove, aktualne probleme in situacije. 
2. Drugi, alternativni pristop bi navajal vse možne situacije, ki izvirajo iz 
obravnavanega člena. Ta pristop je pretirano zožujoč, saj ne dopušča novih 
situacij, ki se razvojno porajajo. 
3. Tretja možnost je, da bi se Sodišče v vsakem primeru posebej odzvalo na 
dejansko situacijo. Svoje odločanje bi Sodišče tako prilagajalo dejanskemu oz. 
konkretnemu stanju. To pomeni, da bi sproti ustvarjalo in oblikovalo pojem 
zasebnega življenja. Takšen pristop je pozitiven, ker uvaja vsakokratno 
fleksibilnost Sodišča in prilagajanje družbenim razmeram, hkrati pa negativen 
zaradi pravne nepredvidljivosti, ki spodbuja nezaupanje v pravni sistem. 
 
Sodišče in Komisija pri svojem odločanju uporabljata kombinacijo vseh treh opisanih 
metod razlage 8. člena, kar ne prispeva k predvidljivosti odločitev. Pravica do zasebnega 
življenja ne more biti definirana in enako tolmačena glede na vse posameznike, saj je 
potrebno pri tem upoštevati nekatere specifične poklice oz. družbeno izpostavljenost tistih 
skupin posameznikov, si so manj varovani pred posegi v zasebno sfero. Gre za politike, 
igralce, člane kraljevskih družin, skratka vse, ki jih lahko označimo z besedo javne 
osebnosti (Kuhelj, 2004, str. 49).  
V 70. letih prejšnjega stoletja je bila pravica do spoštovanja zasebnega življenja definirana 
precej ožje in bolj restriktivno kot danes. Pravni teoretiki so v tem pogledu posamezniku 
priznavali zaščito zaradi (Kuhelj, 2004, str. 50):  
• napada na fizično ali psihično integriteto ter moralno in intelektualno svobodo; 
• napad na čast in ugled; 
• nedovoljene uporabe imena, identitete ali podobnosti; 
• prisluškovanja, opazovanja in izsiljevanja;  
• razkritja varovanih tajnosti in informacij. 
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Definicija zasebnega življenja se je z razvojem tehnike in znanosti ter predvsem pod 
vplivom vedno bolj zahtevnih in številčnih primerov ESČP razširila tudi na druga področja 
človekovega življenja in delovanja. ESČP (prej tudi Komisija) se zaveda razsežnosti in 
vedno novih dimenzij omenjene tematike, zato ne postavlja definicije zasebnega življenja, 
ki bi zajemala vse možne prihodnje primere in situacije. Gre za področje, ki je podvrženo 
socialnim in družbenim spremembam in zato mora biti relativno odprto in dojemljivo za 
nove primere in situacije (Kuhelj, 2004, str. 50). 
3.2.2 PRAVICA DO IMENA 
Na področje varstva pravice do spoštovanja zasebnega življenja se uvrša tudi pravica do 
osebnega imena in priimka. Primeri pritožb s tega področja se med seboj vsebinsko 
razlikujejo zato so odločitve Komisije in Sodišča tudi zelo različne. Komisiji in Sodišču se je 
zastavilo vprašanje, ali poseg državnih organov v izbiro ali spremembo imena 
posameznika prestavlja poseg v javno ali zasebno sfero. Ime je namreč tista označba, ki 
nas predstavlja, vendar ga največ uporabljajo drugi, kar pomeni, da sega v področje 
javnega in obstaja nekje med zasebnim in javnim. Omejitve pri izbiri imena tako 
predstavljajo »de facto« omejitve zasebne sfere posameznika. Primere izbire in 
spremembe imen uvrščamo v pravico do zasebnosti (8. člen Konvencije). Vsebinsko se 
primeri s tega področja med seboj razlikujejo. Razdelimo jih v tri skupine (Kuhelj, 2004,  
str. 67): 
• v prvo spadajo spremembe priimka povezane s sklenitvijo oz. razvezo zakonske 
zveze (gre za tako imenovano »gender equality«) ter spremembe imena zaradi 
etnične pripadnosti in drugih okoliščin, ki se navezujejo na poroko oz. ločitev; 
• drugo kategorijo predstavljajo primeri starševskega poimenovanja otrok ob 
rojstvu; 
• tretja in trenutno najmanj obsežna kategorija primerov pa se nanaša na 
spremembo imen transseksualcev 
3.2.3 PRAVICA DO SPLAVA 
Problematika pravice do splava je zelo kompleksna zadeva, in sicer vsebuje moralna, 
politična, verska, zdravstvena in pravna vprašanja. Sodišče še ni obravnavalo nobenega 
primera v zvezi s splavom, Komisija pa je v edinem obravnavanem primeru ugotovila, da 
bi bilo priznanje, da ima zarodek absolutno pravico do življenja, v nasprotju s cilji in 
namenom Konvencije. Iz različnih ureditev področja splava v posameznih državah članicah 
EKČP izhaja, da v državah, v katerih je splav prepovedan, takšno restrikcijo utemeljujejo 
tudi s pravicami, ki jih ima zarodek vse od spočetja dalje. Najbolj pomembna izmed vseh 
je pravica do dedovanja. Vendar je potrebno poudariti, da drugi člen EKČP (pravica do 
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življenja) ne določa, da se življenje začne s spočetjem, kot je zapisano v 4. členu 
Ameriške konvencije o človekovih pravicah24. V Evropi, kot tudi drugje, so vprašanja, ki se 
navezujejo na splav in zasebnost polna nasprotij. To je tudi eden izmed razlogov, da so 
ureditve posameznih držav v tem pogledu nasprotujoče in da vse do danes Sodišče ni 
spremenilo stališča, da pravica do splava ne spada v področje pravice do spoštovanja 
zasebnega in družinskega življenja (Kuhelj, 2004, str. 84–86).  
3.2.4 PRAVICE HOMOSEKSUALCEV 
Primeri, ki se nanašajo na spolno svobodo so povezani s problematiko homoseksualcev. 
Precedenčni primer v zadevah varstva pravice do zasebnosti homoseksualcev predstavlja 
primer Dudgeon proti Angliji, kjer je pritožnik Dudgeon tožil Severno Irsko zaradi kršenja 
pravice do varstva zasebnosti, saj je kazenski zakon prepovedal prostovoljne spolne 
odnose med odraslimi moškimi-homoseksualci.25 Po zakonih Severne Irske je posameznik 
s kršitvijo storil kaznivi dejanji sodomije in »velike nespodobnosti«. Omenjena zakona je 
sprejel angleški parlament leta 1861 in 1885. Veljala sta za enotno Anglijo in Weles ter 
Irsko, zakon iz leta 1885 pa tudi za Škotsko. Anglija in Weles sta do danes spremenila 
svojo zakonodajo na tem področju tako, da sta odpravila kaznivost homoseksualnega 
prostovoljnega vedenja odraslih posameznikov. Razlog takšne spremembe kazenske 
zakonodaje je temeljil na ugotovitvi, da gre za najbolj zasebno, intimno sfero 
posameznika, ki je povezana z njegovo moralo in zato ne spada med področja, ki terjajo 
kazenskopravno regulativo. Zaradi verskih, etičnih in moralnih pritiskov je Severna Irska v 
veljavi obdržala določila o kaznivosti homoseksualnih dejanj med odraslimi moškimi, kljub 
pritiskom Anglije in Welesa, da bi zakonodajo Severne Irske uskladili z zakonodajo na 
celotnem ozemlju Velike Britanije. V primeru Dudgeon proti Angliji se je pritožnik pritožil 
na ESČP zaradi kršitve pravice do zasebnosti. Ta pravica mu je bila kršena v času 
policijske preiskave stanovanja. Med preiskavo so bili zaseženi pritožnikovi dnevniki in 
pisma, v katerih je opisoval svoje homoseksualne aktivnosti. Policija ga je na podlagi 
zaseženih dnevnikov in pisem zasliševala glede njegovega spolnega življenja. Kljub temu, 
da se je državni tožilec na podlagi pomanjkanja javnega interesa odločil, da zoper 
pritožnika ne bo vložil kazenske ovadbe, je pritožnik vložil zoper državo Irsko pritožbo iz 
razloga kršitve 8. in 14. člena Konvencije. Komisija je ugotovila, da zakonodaja Severne 
Irske, ki prepoveduje homoseksualne aktivnosti med odraslimi moški, krši pritožnikovo 
pravico do spoštovanja zasebnega življenja. Tako ugotovitev v tej sodbi je povzelo tudi 
Sodišče. Sodišče je tudi zavrnilo sklicevanje vlade na drugi odstavek 8. člena Konvencije, 
da je državni poseg v pravico nujen za zavarovanje morale in pravic in svoboščin drugih 
                                        
24 Pravica do življenja: 1. Odstavek 2. Člena: »Pravica vsakega do življenja je zavarovana z zakonom. Nikomur 
ne sme biti življenje namerno odvzeto, razen ob izvršitvi sodbe, s katero je sodišče koga spoznalo za krivega 
za kaznivo dejanje, za katerega je z zakonom predpisana smrtna kazen.«     
25 Dudgeon proti Angliji, sodba z dne 22.10.1981. Serija A, št. 45. (1982). 4 EHRR 149. 
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ljudi. Pri ugotavljanju utemeljenosti zadnjih navedb vlade je Komisija proučila vidik, ali je 
takšna zakonodaja nujna v demokratični družbi in ugotovila, da za takšno ravnanje države 
ni pravne podlage. V tem kontekstu nujnost ni tako fleksibilen pojem, da bi lahko obsegal 
tudi  razumnost, uporabnost ali zaželenost, saj se nanaša konkretno samo na »obstoj 
resnične družbene potrebe«, ki opravičuje poseg države v zasebno sfero posameznika. 
Posameznim državam je sicer zagotovljena diskrecijska pravica, ki pa jo nadzorujejo 
evropske institucije. Tožena vlada je poudarila, da je na Irskem situacija glede odnosa do 
vprašanj morale, še posebej v kontekstu spolnih odnosov, drugačna kot na primer v 
Angliji in drugod po Evropi. Na Irskem gre za specifično kulturno območje, kjer igra 
religija pomembno vlogo v življenju ljudi. Sodišče je kljub argumentom tožene vlade 
ugotovilo, da je bila kršena pravica pritožnika do varstva zasebnega življenja; odločitve pa 
Sodišče ni sprejelo soglasno (15 glasov za in 4 proti) (Kuhelj, 2004, str. 55–57). 
Spolno življenje posameznika, kot navaja Kuhljeva (2004, str. 61), je najbolj intimna sfera 
posameznikovega zasebnega življenja, zato mora biti poseganje države v to pravico čim 
bolj omejeno. Do sprememb na tem področju prihaja zelo počasi, saj je za vsakršno 
liberalno spremembo potrebna najprej sprememba odnosa javnosti do zadev, ki zadevajo 
homoseksualnost. Novejša sodna praksa vsekakor teži v večji liberalizaciji homoseksualnih 
odnosov in k izenačenju pravice do zasebnega življenja homoseksualcev s pravicami 
heteroseksualcev. 
V primerjavi z večino zahodnoevropskih pravnih ureditev glede pravice do zasebnosti 
homoseksualcev sta izstopali irska in angleška ureditev. Do nedavnega sta prepovedovali 
homoseksualne spolne odnose med moškimi in tudi sodomijo med osebami nasprotnih 
spolov. Takšno ureditev imajo še danes ZDA, Kanada, Avstralija in Nova Zelandija. Iz 
statističnih podatkov je razvidno, da je izmed 23 držav članic Sveta Evrope, 12 držav že 
do leta 1960 odpravilo kaznivost homoseksualnih spolnih odnosov. Liberalnejši trendi so 
značilni predvsem za evropski kontinent, ne pa tudi za ostale. Vrhovno sodišče ZDA je v 
precedenčnem primeru Bowers proti Hardwicku, leta 1986 kljub tendencam zadnjih 
desetletij po odpravi kaznivosti homoseksualnih spolnih odnosov razsodilo, da pravica do 
spoštovanja zasebnosti ne sega na področje homoseksualnih spolnih odnosov, zaradi 
česar ni ustavno varovana pravica.26 Ne glede na dejstvo, da je Vrhovno sodišče v letih 
med 1965 in 1977 v štirih primerih razveljavilo zakonske določbe, ki so prepovedovale 
zakoncem uporabo kontracepcijskih sredstev,  razdeljevanje kontracepcije neporočenim 
osebam ali osebam mlajšim od 16 let ter zakon, ki je prepovedoval splav, se je glede 
kaznivosti homoseksualnih odnosov v tem času spremenilo zelo malo.  V primeru Bowers 
proti Hardwicku je Vrhovno sodišče odločilo, da država Georgia, ki prepoveduje 
homoseksualno sodomijo, ni prekršila ustavno zagotovljene pravice do varstva zasebnosti. 
Skladno z interpretacijo sodišča zajema zaščita pravice do zasebnosti (v povezavi s 
                                        
26 Bowers proti Hardwicku, 478 U.S. 186 (1986).  
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spolnostjo) samo tista področja, katerih varstvo se nanaša na oploditev, kontracepcijo ali 
splav. Vrhovno sodišče je v tem primeru odločilo, da pravica do zasebnosti ne zajema 
varstva homoseksualnih odnosov (Kuhelj, 2004, str. 62–63).     
Država sme v posebnih primerih, ko gre na primer za interese otrok, s svojimi ukrepi 
omejevati pravico posameznika do svobodnega spolnega življenja. V primeru 
homoseksualnega razmerja med odraslim moškim in osemnajstletnim dečkom v zadevi X 
proti Angliji je Komisija ugotovila, da je bil poseg države v pravico do zasebnosti 
pritožnika opravičljiv oz. nujen zaradi razloga varovanja pravic in svoboščin drugih ljudi.  
Kljub temu pa sta se Komisija in Sodišče strinjali, da je kazenska zakonodaja, ki določa 
kaznivo dejanje homoseksualnega odnosa med dvema odraslima osebama v demokratični 
družbi nepotrebna s stališča zaščite pravic, zaščite morale in svoboščin drugih ljudi. Poleg 
spolnih odnosov z otroki je država tudi v nekaterih drugih primerih dolžna zagotoviti s 
svojo zakonodajo ustrezno zaščito posameznika. Takšno pozitivno obligacijo ima v 
primerih, ki se nanašajo na kazensko odgovornost odrasle osebe, ki ima spolne odnose z 
duševno prizadeto osebo. Za državo torej obstaja na področju spolnega življenja pozitivna 
obveznost zaščite za posebne skupine ljudi (mladoletne osebe, duševno prizadete osebe), 
obenem pa prepoved poseganja v najbolj intimno sfero človekovega zasebnega življenja 
(Kuhelj, 2004,  str. 65–66). 
3.3 PRAVICA DO SPOŠTOVANJA DRUŽINSKEGA ŽIVLJENJA 
Pojem družinskega življenja skladno s sodno prakso Sodišča temelji na načelnem 
izhodišču obstoja družine. Liberalizacija togih zakonskih določil o zakonski zvezi in 
družinskih razmerjih je v teoriji in sodni praksi evropskih držav 20. stoletja vodila k 
izoblikovanju demokratičnega načela.  Po tem načelu je družina dveh zakoncev 
enakovredna družini dveh izvenzakonskih partnerjev. Pri tem mora biti dokazano »de 
facto« in ne  le »de jure« družinsko življenje. Stališče EKČP in ESČP je, da biološka vez 
med materjo in otrokom, nastala z rojstvom otroka predstavlja družinsko življenje, ne 
glede na to ali gre za otroka rojenega poročeni ali neporočeni materi (Kuhelj, 2004, str. 
89).  
V primeru Marckx proti Belgiji mati s svojim nezakonskim otrokom izpodbija določbe 
belgijske zakonodaje, ki obvezuje mater nezakonskega otroka, da po posebnem postopku 
pridobi za svojega otroka pravni status, ki ustvari med njima družinsko vez in pravico do 
dedovanja.27 Tako pridobljen status pa še vedno ni enak tistemu, ki ga ima otrok, ki je 
rojen v zakonski zvezi (z drugimi sorodniki, različnimi kot mati, ne ustvari nikakršnih 
pravnih pravic in obveznosti). Sodišče je ugotovilo kršitev 8. člena v povezavi s 14. 
členom. Določilo 8. člena postavlja državi obveznost, da z zakonodajo zagotovi, da bo 
                                        
27 Marckx proti Belgiji , sodba z dne 13.6.1979. Serija A, št. 31. (1979 – 80), 2 EHRR 330. 
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glede na pravico do spoštovanja družinskega življenja imela tudi neporočena mati s 
svojim otrokom normalno družinsko življenje (Kuhelj, 2004, str. 89–90).   
Če država v domačem pravnem sistemu določi ureditev, ki velja za določene družinske 
vezi, mora ravnati na tehten način, da osebam, ki jih taka ureditev zadeva, omogoči 
normalno družinsko življenje (Gomien, 2009, str. 70).   
Mnenje Sveta Evrope in Odbora ministrov je, da tudi neporočena mati in njen otrok tvorita 
eno izmed oblik družine. Enako kot že omenjena organa, je tudi EKČP v omenjenem 
primeru oblikovala stališče, da ni razlike med zakonsko in izven zakonsko obliko družine, 
saj je iz dikcije 8. člena razvidno, da mora biti pravica do spoštovanja družinskega 
življenja zagotovljena vsakomur brez kakršnegakoli razlikovanja. ESČP je ugotovilo, da je 
v konkretnem primeru primarna naloga države, da s svojo zakonodajo zaščiti družinsko 
življenje matere in otroka od trenutka otrokovega rojstva dalje. Spoštovanje družinskega 
življenja predstavlja po mnenju Sodišča pozitivno obveznost države, da ustvari normalne 
pogoje za razvoj družinskih vezi med starši in otrokom in tudi me starimi starši in vnukom. 
Belgijska zakonodaja je dovoljevala dednopravno nasledstvo le med neporočeno materjo 
in njenim formalnopravno posvojenim otrokom. Iz dedovanja pa so bili izključeni vsi 
sorodniki po materini strani. Sodišče je v tem primeru ugotovilo, da takšno obravnavanje 
pritožnic  predstavlja diskriminacijo neporočene matere in njene hčerke. Reklo je, da 
družinsko življenje vključuje vsaj najožje člane družine, kot so stari starši in tudi strici ter 
tete (Kuhelj, 2004, str. 89–90).    
Kuhljeva (2004, str. 91) še navaja, da se za družinsko življenje šteje tudi življenje 
izvenzakonskih partnerjev, ki imata skupno prebivališče in trajno živita skupaj. Kako in na 
kakšen način se dokazuje izven zakonska skupnost pa je odvisno od zakonodaj držav 
članic.   
Pravica do spoštovanja iz 8. člena vključuje tudi možnost, da posamezniki sprožijo sodni 
postopek v zvezi s kršitvami njihove pravice do zasebnega življenja (Airey proti Irski, 
1979), kjer je irska vlada zavrnila pravno pomoč ženski, ki je želela dobiti odločbo o sodni 
ločitvi od njenega nasilnega moža (Gomien, 2009, str. 70).  
Družinsko življenje, kot navaja avtorica Kuhljeva (2004, str. 92), se nanaša tudi na odnose 
med posvojitelji in posvojenci. Evropski organi pa še niso odločali o odnosih med otroci v 
skrbništvu in  skrbniki. V skladu  s Konvencijo je tudi v razmerjih skrbništva mogoče 
govoriti o družinskem življenju. 
Za spoštovanje družinskega življenja je bistven pristen in resničen obstoj družinskih vezi. 
Pri zakonski zvezi (formalnopravna družina) se obstoj takšnih vezi predvideva. Prav tako 
se obstoj takšnih vezi predvideva pri izvenzakonski zvezi, razen če se ne dokaže drugače. 
Pri ocenjevanju obstoja družinskih vezi med otroci in starši je zelo pomemben dejavnik 
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starost otrok. Kadar gre za mladoletne otroke, se predvideva, da so družinske vezi 
močnejše, kot pa če gre za vezi med polnoletnimi otroci in starši ali pa med polnoletnimi 
brati in sestrami ter drugimi sorodniki. Prav tako tudi dejstvo, da je oseba odrasla in se je 
poročila, še ne pomeni, da ne uživa več zaščite v okviru družine, v kateri je odrastla. 
Pomemben dejavnik pri ugotavljanju družinskih vezi je tudi ekonomska odvisnost 
družinskih članov. Primer takšnega načina vzdrževanja stikov je značilen pri ločenih starših 
in njihovega skupnega otroka ali pa v primeru samohranilke oz. samohranilca in otroka 
(Kuhelj, 2004, str. 93–94). 
Kadar gre za izgon in prisilno odstranitev posameznikov iz držav članic je Komisija 
odločila, da je bila s takšnim ravnanjem kršena njihova pravica do družinskega življenja.  
V večini primerov je Komisija ugotovila kršitev pravice do družinskega življenja, v 
nekaterih primerih pa je tudi ugotovila, da je šlo za kršitev pravice do spoštovanja 
zasebnega življenja. V primerih ločenih partnerjev ali zakoncev ne moremo govoriti o 
družinskih vezeh. O družinskih vezeh tudi ne moremo govoriti kadar odrasel otrok zapusti 
starše in ne vzdržuje stikov z njimi. Kadar najožji družinski člani ne živijo skupaj, kljub 
temu pa vzdržujejo redne stike, pa lahko ugotovimo družinske vezi (Kuhelj, 2004, str. 94–
95). 
3.4 PRAVICA DO SPOŠTOVANJA DOMA IN DOPISOVANJA 
»Pravice, ki jih varuje osmi člen Konvencije, in sicer: pravica do spoštovanja zasebnega 
življenja, pravica do spoštovanja družinskega življenja in pravica do spoštovanja doma in 
dopisovanja, so medsebojno povezane. Dopisovanje ne zajema samo pisne komunikacije, 
temveč vse oblike zasebnih komunikacij. Sodišče pri interpretaciji uporablja metodo 
proučevanja vsake posebej, vendar vedno v povezavi z ostalimi. Primer takšnega 
obravnavanja je zvočno snemanje pogovorov, za katerega ni bistveno, ali posega v 
pravico dopisovanja, v pravico do zasebnosti ali v pravico do spoštovanja doma (če se 
snema na domu pritožnika). Poseg države je v takem primeru utemeljen samo na podlagi 
drugega odstavka osmega člena., medtem ko se vsebina prvega odstavka obravnava s 
celostnega vidika pravice in ne samo kot seštevek posameznih pravic, ki so naštete v 
prvem odstavku. Sodišče po navadi proučuje pravico do spoštovanja doma v povezavi s 
pravico do zasebnosti ali v povezavi s pravico do družinskega življenja pravico do 
zasebnosti pa proučuje v povezavi s pravico do dopisovanja.« (Kuhelj, 2004, str. 101).  
3.4.1 SPOŠTOVANJE DOMA 
Države morajo zagotoviti spoštovanje posameznikovega doma in bivališča. To določa 8. 
člen Konvencije. Takšno določilo pa ne pomeni, da mora država posamezniku zagotoviti 
dom, če ga ta nima. Določilo zavezuje države, da varujejo posameznikov dom in stvari v 
njem. Nanaša se tudi na poslovne prostore ali  bivalno prikolico, ki se uporablja kot dom v 
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primeru kršitve prostorskega dovoljenja. Komisija in Sodišče sta do danes obravnavali le 
peščico teh primerov (Kuhelj, 2004, str. 101–102). 
3.4.2 SPOŠTOVANJE DOPISOVANJA  
Dopisovanje je vsako pisanje, sem štejemo tudi pisemske pošiljke in komunikacijo po 
telefonu. Pred Sodiščem se na pravico do dopisovanja sklicujejo večinoma zaporniki, 
brezdomci in osebe, ki so pridržane v psihiatričnih ustanovah (Kuhelj, 2004, str. 102).  
V nadaljevanju Kuhljeva navaja (2004, str. 144–145), da je najpogostejši razlog za 
državno omejevanje pravice izpolnjevanje pogoja nujnosti v demokratični družbi. Kljub 
temu pa je s takšnimi dopustnimi omejitvami težko doseči ravnovesje med vzdrževanjem 
javnega reda, istočasno pa tudi za rehabilitacijo zapornikov. Pravica do spoštovanja 
dopisovanja obsega lahko le namen pritožnika, da napiše pismo. Zadeva Golder proti 
Angliji, v kateri je Sodišče razsodilo, da preprečitev zapornikove resne namere pisanja 
pisma predstavlja poseg v njegovo pravico do spoštovanja dopisovanja.28 Sodišče je 
obravnavalo ta primer s stališča, da je potrebno nenapisano pismo, ki bi bilo v pisani obliki 
zagotovo vrnjeno neoddano pošiljatelju obravnavati kot oddano zavrnjeno pismo, kar bi 
predstavljalo kršitev 8. člena.29 Kršitve pravice do spoštovanja zapornikov izhajajo v večini 
primerov iz pritožb zoper Anglijo. Do leta 1975 je Sodišče skladno s teorijo »inherent 
features theory« vse primere, ki so se nanašali na pravice zapornikov do dopisovanja 
obravnavalo le na podlagi 1. odstavka 8. člena.  Pri tem je utemeljenost posega države v 
pravico iz 1. odstavka štelo že vnaprej za utemeljeno in ga glede na določilo 2. odstavka 
8. člena sploh ni posebej ugotavljalo. Šele v primeru Golder proti Angliji, leta 1975 je 
Sodišče spremenilo sodno prakso. Tožena država mora utemeljiti poseg v pisemsko 
tajnost zapornika in izpolniti pogoje iz 2. odstavka. Glede na dotedanje stališče je Komisija 
v primerih zapornikov vsakršen poseg državnih organov v pisemsko tajnost obravnavala 
kot normalno omejitev, ki je povezana z dejstvom pridržanja v kazenskih zavodih. Takšno 
stališče je Sodišče uporabilo tudi pri odločanju v primeru Vagrancy, kjer je za brezdomce 
brez posebnega argumenta sprejelo stališče države, da je poseg v zasebnost brezdomcev 
nujen zaradi vseh elementov ogrožanja države in državljanov, kot jih določa 2. odstavek 
8. člena. 30  Že samo dejstvo brezdomstva je zadostovalo, da so osebe brez prebivališča 
šteli kot splošno nevarne osebe. 
                                        
28 Golder proti Angliji. Sodba z dne 21. 2. 1975. (1979–80). 1 EHRR 324, serija A, št. 18.  
29 Sodišče je v zadevi Golder odločilo, da državni poseg v pritožnikovo pravico do dopisovanja z odvetnikom, 
na katerega se je zapornik želel obrniti z vprašanjem o pogojih civilnega postopka, ki ga je želel pričeti kot 
tožeča stranka zoper zaporniške oblasti predstavlja kršitev pravice 8. člena Konvencije.  
30 Nekateri avtorji glede manjše stopnje zaščite pravic iz Konvencije za skupine ljudi, kot so zaporniki ali vojaki 
takšno obravnavanje še vedno utemeljujejo na podlagi »inherentnih omejitev«. 
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3.4.3 PRISLUŠKOVANJA, POLICIJSKE PREISKAVE IN EVIDENCE OSEBNIH 
PODATKOV  
»Komisija in Sodišče sta obravnavala veliko zadev, katerih so pritožniki zatrjevali, da 
država z zbiranjem, ali pa njihovim nadzorovanjem krši eno ali več določil prvega odstavka 
osmega člena – pravico do spoštovanja zasebnosti, doma ali/in dopisovanja. Države imajo 
zaradi varovanja in ohranitve javne varnosti in miru ter zaradi preprečevanja nemirov in 
kriminalnih dejavnosti interes, da skrivno nadzirajo posameznike, za katere obstaja 
utemeljen sum, da lahko škodijo navedenim vrednotam. Oblike nadzora obsegajo vodenje 
evidenc o posameznikih, odpiranje doma, zaplembo dokumentov, odpiranje pisem in 
prisluškovanje telefonskim pogovorom. Ravno tako gre tudi za nadzor računalniških 
povezav in mrež, ki so dandanes v precejšnji meri nadomestila pisemsko in telefonsko 
obliko komuniciranja. Primeri prisluškovanja, odpiranja pisem in preiskav domov 
predstavljajo nedopustno poseganje v zasebno življenje posameznika. Posegi države v to 
sfero morajo biti opravičljivi in skladni z drugim odstavkom osmega člena, pri čemer se 
države v teh primerih največkrat sklicujejo na državno in javno varnost ter zaščito pred 
zločinom in neredom.« (Kuhelj, 2004, str. 116). 
Organa Konvencije sta obravnavala več zadev, ki trdijo, da država z nadzorom fizičnih 
oseb ali z zbiranjem in uporabo osebnih podatkov krši eno ali več določb 1. odstavka 8. 
člena EKČP – pravice do spoštovanja zasebnosti, dopisovanja in/ali doma.  
Opravičljivost posegov države v posameznikovo zasebno življenje je zelo težko določiti saj 
je meja med opravičljivostjo in neopravičljivostjo posegov zelo tanka.  Sodišče je v zadevi 
Klass in drugi proti Zvezni republiki Nemčiji odločalo o pritožbah zaradi kršitve pravice do 
zasebnosti in pravice do dopisovanja iz razloga tajnega nadzorovanja v času preiskave v 
kazenskem postopku.31 Razlog kršitve je bilo domnevno prisluškovanje telefonskim 
pogovorom, kjer dejanskih dejanj prisluškovanja pritožniki niso dokazovali. Državni tožilec 
Klass in ostali pritožniki, so zatrjevali neskladnost nemške pravne ureditve z določilom 8. 
člena Konvencije. Pritožniki so se pritožili, da je z zakonom določena ureditev, ki državnim 
organom dovoljuje nadziranje posameznikov, ne da bi jih o tem obvestili, kršitev pravice 
do zasebnosti iz 8. člena. Zakon, ki je urejal prisluškovanje organov, ki so opravljali 
prisluškovanje, se ni zavezoval, da o opravljenem dejanju naknadno obvestijo 
posameznika, ki so mu prisluškovali. Prav tako so se pritožniki sklicevali na pomanjkanje 
zakonitih postopkov za odreditev in za opravljanje prisluškovanja. Komisija in Sodišče sta 
ugotovila, da je pri zadevah prisluškovanja težko, oz. nemogoče zahtevati od pritožnikov, 
da dejansko prisluškovanje dokažejo, zato zadostuje že samo obstoj dejstva hipotetičnega 
prisluškovanja. Sodišče je tudi ugotovilo, da telefonski pogovori sodijo v področje 
»zasebnega življenja« in »dopisovanja«. Po mnenju Sodišča je prisluškovanje 
                                        
31 Klass proti Zvezni republiki Nemčiji. Sodba z dne 6. 9. 1978. Serija A, št. 28 (1979-80) 2 EHRR 214. 
 46 
 
 
predstavljalo poseg v zasebnost pritožnikov. Sodišče je nadalje ugotavljalo ali je bil poseg 
upravičen ali ne. Odločilo je, da je nemška zakonodaja, ki je urejala nadzor dovolj 
natančna in dovolj stroga, da so pogoji in postopki v skladu z načelom zakonitosti. Sodišče 
je odločilo, da so pogoji prisluškovanja, kot jih določa nemško pravo dovolj restriktivni in 
so glede na diskrecijsko pravico, ki jo ima država v zadevah prisluškovanja, ustrezni. 
Skladno z diskrecijo lahko država na svoj način uredi pravo glede prisluškovanja, pri tem 
pa mora zagotoviti ustrezna in učinkovita pravna sredstva, da prepreči neupravičeno 
prisluškovanje oz. zlorabo položaja uradnih oseb, ki prisluškovanje opravljajo. Sodišče je 
ob upoštevanju konkretnih okoliščin in na podlagi izvedenih dokazov ugotovilo, da nemška 
oblast ni prestopila meje diskrecije pri določanju posegov v pravico do spoštovanja 
zasebnega življenja, doma in dopisovanja. Sistem prisluškovanja tožene stranke ustreza 
pogojem iz 8. člena Konvencije. Sodišče pa je kljub svoji odločitvi izrazilo pomislek o tem, 
ali  ima lahko država tako obsežne pristojnosti pri omejevanju pravice posameznika zaradi 
tehnološko vedno bolj razvitih sredstev vohunjenja in naraščanja terorizma v Evropi. Na 
koncu je Sodišče odločilo, da so bili navedeni postopki ustrezni in da jamčijo, da je vsak 
ukrep države sorazmeren z navedenim zakonitim ciljem. V obrazložitvi je Sodišče 
pojasnilo, da temeljne človekove pravice niso bile kršene, če je državnim organom 
dovoljeno, da lahko na podlagi strogo omejenih in na podlagi taksativnih določenih 
restriktivnih pogojev omejijo pravico do dopisovanja oz. komuniciranja. Pri tem gre za 
zaščito demokracije in državne ureditve in posredno za zaščito posameznikov (Kuhelj, 
2004, str. 116–119). 
V zadevi Niemietz proti Nemčiji je Sodišče ugotovilo, da so državni organi tožene države 
izvedli nedopustno policijsko preiskavo odvetniške pisarne pritožnika.32 Sodišče je bilo 
mnenja, da poseg ni ustrezal pogoju nujnosti v demokratični družbi, ker je bil 
nesorazmeren glede na namen preiskave. Preiskava odvetniških prostorov predstavlja tudi 
vdor v odvetnikovo profesionalno molčečnost. Sodišče je odločilo, da je država kršila 
pritožnikovo pravico o spoštovanju doma in dopisovanja. O problematiki tajnega 
nadzorovanja v času preiskave v kazenskem postopku je Sodišče odločalo v primerih Klass 
in drugi proti Zvezni republiki Nemčiji in primeru Malone proti Angliji.33 Razlog kršitve je 
bilo domnevno prisluškovanje vsem telefonskim pogovorom, pri tem pa dejanskih dejanj 
prisluškovanja pritožniki niso dokazovali. Po mnenju Sodišča je zelo težko oz. skoraj 
nemogoče, zahtevati od pritožnikov, da dokažejo dejansko prisluškovanje. Zadostuje že 
samo obstoj dejstva hipotetičnega prisluškovanja. Sodišče je ugotovilo, da je 
prisluškovanje predstavljalo poseg v zasebno življenje in v dopisovanje pritožnikov.  Pri 
ugotavljanju pogojev zakonitosti in nujnosti, je Sodišče ugotovilo, da je zakonodaja, ki je 
urejala nadzor, dovolj natančna in da so pogoji in postopki za izvajanje nadzora dovolj 
                                        
32 Niemietz proti Nemčiji. Sodba z dne 16. 12. 1992. Serija A, št. 251-B, (1993) 16 EHRR 97.  
33 Malone proti Angliji. Sodba z dne 2. 8. 1984. Serija A, št. 82, (1985) 7 EHRR14.   
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strogi, da so skladni z načelom zakonitosti. Glede nujnosti posega je Sodišče ravno tako 
odločilo, da so pogoji prisluškovanja, kot jih določa nemško pravo dovolj restriktivni in so 
glede na diskrecijsko pravico, ki jo ima država v zadevah prisluškovanja, ustrezni. ESČP je 
ugotovilo, da tožena država ni prestopila meje diskrecije pri odločanju posegov v pravico 
do spoštovanja zasebnega življenja, doma in dopisovanja. Sistem prisluškovanja tožene 
stranke je ustrezal pogojem iz 8. člena Konvencije. Sodišče je odločilo v korist tožene 
države. V obrazložitvi je izpostavilo vprašanje, ali danes demokratična družba res 
potrebuje državni aparat, ki ima tako obsežne pristojnosti za poseganje v pravice 
posameznika, ali pa takšna konstrukcija države pripada preteklosti. V primeru Malone 
proti Angliji, 1984, je Sodišče ravno tako obravnavalo prisluškovanje.  V tem primeru se je 
prisluškovanje nanašalo na dopustnost policijskega prestrezanja telefonskih pogovorov in 
vodenja registra številk klicanih z določenega telefonskega priključka. Sodišče se je 
strinjalo s stališčem tožene vlade, in sicer, da obstaja razlika med prisluškovanjem 
pogovorov in beleženjem številk, kar je zakonita in običajna poslovna praksa. 
Posredovanje podatkov o zabeleženih številkah policiji, brez zakonitega pooblastila, ali 
brez soglasja prizadetega posameznika, predstavlja po mnenju Sodišča neupravičen poseg 
v zasebnost posameznika. Sodišče je tudi ugotovilo, da je pravno urejanje prisluškovanja 
telefonskim pogovorom preveč nedoločeno, da bi bilo v skladu s pogojem »določenosti z 
zakonom«. Sodišče je v tem primeru kot neutemeljeno zavrnilo sklicevanje tožene države 
na sodno prakso, saj po mnenju samo ustaljena praksa v tem primeru ne predstavlja 
zadostne pravne podlage za poseg v tako pomembno človekovo pravico (Kuhelj, 2004, 
str. 147–148). 
Odločbe Sodišča so za evropsko sodno prakso, predvsem s stališča oblikovanja 
standardov pogoja »določenosti z zakonom« zelo pomembna. Izpolnitev pogoja 
določenosti z zakonom predvideva obstoj treh predpogojev (Kuhelj, 2004, str. 149): 
• obstoj državnih pravnih predpisov, ki narekujejo določeno ravnanje oblastnih 
organov; 
• postopnost predpisov javnosti, da se lahko z njimi seznani in predvidi posledice 
protipravnih ravnanj ter 
• uvrščenost predpisa v sistem »vladavine prava« v demokratični družbi. 
 
»Evidence osebnih podatkov: zaupni podatki se nahajajo v različnih evidencah, zato je 
področje pridobitve podatkov iz evidenc zelo raznoliko. V primeru MS proti Švedski se je 
pritožnica pritožila zoper toženo državo, ki je organom socialnega varstva omogočila 
vpogled v podatke iz njene zdravstvene kartoteke. Sodišče je ugotovilo, da so podatki o 
zdravstvenem stanju bistvenega pomena za posameznika in nedvomno sodijo v področje 
zasebnosti. Spoštovanje zaupnosti zdravstvenih podatkov je bistvenega pomena za 
posameznika, zato morajo varstvo teh podatkov zagotoviti vsi pravni sistemi držav članic 
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Konvencije. Bistveno je spoštovanje zasebnosti bolnika in ohranjanje zaupanje 
posameznikov v zdravnike in zdravstvo nasploh. Razkritje informacij o zdravstvenem 
stanju pritožnice je Sodišče zato štelo za kršitev določila o pravici do spoštovanja 
zasebnosti.« (Kuhelj, 2004, str. 127–128).  
»Sodišče je obravnavalo v skladu s kršitvijo osmega člena poleg vprašanja vpogleda v 
zdravstvene evidence tudi vpogled v policijske evidence in evidence o državni oskrbi 
mladoletnikov. Poseganje v zasebnost z vpogledom v policijske evidence lahko predstavlja 
negativno obveznost države, da se vzdrži poseganja v zasebnost. Takšen primer je 
Sodišče obravnavalo v zadevi Leander priti Švedski. V skladu s postopkom preverjanja 
osebja, ki ga je mornarica želela zaposliti v svoji bazi, so vojaški organi preverjali tudi 
osebne podatke prosilcev za zaposlitev.34 Pritožnik se je pritožil, saj je menil, da je država 
kršila njegovo pravico do spoštovanja zasebnosti s tem, da je dovolila vojski vpogled v 
zaupno policijsko evidenco, ki se je nanašala na njegovo zasebno življenje. Na podlagi 
tako pridobljenih podatkov je bil pritožnik, kot prosilec zaposlitve, zavrnjen. Sodišče je 
ugotovilo, da je bila omejitev pritožnikove pravice do spoštovanja zasebnosti utemeljena 
na podlagi pogoja zakonitosti. Glede nujnosti posega zaradi državne varnosti pa je 
Sodišče ugotovilo, da je državam na tem področju prepuščena precejšnja diskrecija. 
Sodišče je pritožbo zavrnilo kot neutemeljeno in odločilo v korist tožene države.« (Kuhelj, 
2004, str. 128). 
»V primeru Gaskin proti Angliji pa je Sodišče obravnavalo pozitivno obveznost države, da 
aktivno deluje, zato da zaščiti zasebno in družinsko življenje posameznika.35 Država v tem 
primeru ni upoštevala zahteve pritožnika, naj mu omogoči vpogled v evidenco podatkov o 
njegovih številnih rejnikih, pri katerih je preživel mladost. Država je pritožniku odklonila 
vpogled v evidenco podatkov o državnih rejniških družinah, saj so bili ti podatki zaupni in 
bi bilo za vpogled potrebno predhodno dobiti soglasje teh oseb, na katere so se podatki 
nanašali. Soglasij v tem primeru ni bilo mogoče pridobiti, zato pritožnik ni mogel 
vpogledati v svoj dosje. Sodišče je izpostavilo in primerjalo težo sledečih interesov: 
pritožnika, da vpogleda v podatke, ki se nanašajo nanj; tretjih oseb, da ohranijo zaupnost 
in države, da uveljavi dostop do objektivnih in resničnih podatkov. Osmi člen sicer ne 
zagovarja pravice do dostopa do evidenc, vendar pa posamezniku omogoča, da spozna  in 
razume svoje otroštvo. Zavrnitev vpogleda v evidence ne predstavlja kršitve pravice do 
spoštovanja družinskega življenja, saj sodi v diskrecijo države, da uredi postopke vodenja 
in vpogleda v evidenco o rejništvu. Vendar pa je Sodišče odločilo, da pravni sistem, ki 
dopušča vpogled v evidence samo z dovoljenjem oseb, ki so navedene v zaupnih 
dokumentih, brez možnosti izpodbijanja njihove odklonitve dovoljenja, ne izpolnjuje 
                                        
34 Leander proti Švedski. Sodba z dne 26. 3. 1987. Serija A, št. 116. (1987). 9 EHRR 433.   
35 Gaskin proti Angliji. Sodba z dne 7. 7. 1989, serija A, št. 160. (1990). 12 EHRR 36. 
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pogoja zakonitosti. Sodišče je po preučitvi interesov odločilo, da je bila kršena pravica iz 
osmega člena.« (Kuhelj, 2004, str. 128–129). 
3.5 SKLEPNO O 8. ČLENU EKČP 
»Pravna praksa Sodišča in Komisije, ki se nanaša na varstvo pravice od spoštovanja 
zasebnosti, družinskega življenja, doma in dopisovanja je precej obsežna. Več členov 
Konvencije, in ne samo na tem mestu obravnavani osmi člen, zagotavlja spoštovanje 
zasebnosti, družinskega življenja, doma in dopisovanja. Dvanajsti člen36 na primer 
zagotavlja pravico do sklenitve zakonske zveze in ustanovitve družine, medtem ko peti 
člen Protokola številka sedem zagotavlja pravico do enakosti zakoncev. Omenjeni členi so 
neločljivo povezani, zaradi česar tudi sodna praksa Sodišča ne omogoča jasnega pregleda 
vsake od teh pravic posebej. Sodišče obravnava pravico iz prvega odstavka osmega člena, 
ki določa, da ima vsakdo pravico do spoštovanja svojega zasebnega in družinskega 
življenja, doma in dopisovanja, v povezavi z drugim odstavkom istega člena. Ta določa, da 
je zaščita široko zastavljene pravice zaradi interesa državne oblasti lahko omejena. Vendar 
mora biti vsakršno državno omejevanje pravice skladno s pogoji, ki so določeni v drugem 
odstavku. Takšna pogoja sta določenost z zakonom in nujnost v demokratični družbi, ki 
morata ustrezati razlogom državne varnosti, javne varnosti ali ekonomske blaginje države, 
zato da se prepreči nered ali zločin, da se zavaruje zdravje ali morala, ali da se zavarujejo 
pravice in svoboščine drugih ljudi.« (Kuhelj, 2004, str. 130–131).  
Na pojem zasebnosti vplivajo vedno novi razvojni trendi. Po mnenju nekaterih pravnih 
teoretikov vključuje spoštovanje zasebnega življenja, spoštovanje človekove moralne in 
fizične integritete, osebnostne identitete, osebnih informacij, posameznikove spolnosti in 
osebnostnega oziroma zasebnega področja (Kuhelj, 2004, str. 131–132):  
• pravic homoseksualcev; 
• pravice do imena, ki se nanaša na: spremembe priimka ob poroki ali ločitvi, 
poimenovanje otrok ob rojstvu in na spremembe imena po spremembi spola 
(transeksualci); 
• poseganja medijev v zasebnost posameznika. 
V posameznih državah, v zgodnejših odločbah je Komisija pritožnikom v primerih, ki so se 
nanašali na zakonske prepovedi homoseksualnega obnašanja, priznavala kršitev pravice 
do zasebnosti, pri čemer je  omejitve pravice do zasebnosti zaradi »zavarovanja zdravja 
ali morale« običajno upoštevala kot zadostni utemeljen razlog državnega posega. 
Precedenčni primer glede varstva pravice do zasebnosti homoseksualcev je primer 
Dudgeon proti Angliji (Kuhelj, 2004, str. 132). 
                                        
36 12. člen: moški in ženske, zreli za zakon, imajo pravico skleniti zakonsko zvezo in si ustvariti družino v 
skladu z domačimi zakoni, ki urejajo uveljavljanje te pravice.  
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4 DISKRECIJSKA PRAVICA IN DOPUSTNA OMEJITEV 
NEKATERIH PRAVIC 
4.1 SPLOŠNO O DISKRECIJSKI  PRAVICI 
Izraz diskrecija izhaja iz latinske besede »discreto« in pomeni premišljeno razločevanje. 
Verbinc v svojem slovarju tujk diskrecijsko pravico opredeljuje kot pravico npr. upravnega 
organa, odločati ali ukrepati po svoji presoji. Pozitivno pravo v Republiki Sloveniji pa 
uporablja izraz »prosti preudarek«. Diskrecijska pravica pomeni, da  lahko upravni organ 
na podlagi zakona izbere med dvema ali celo več pravno enakovrednimi alternativami, 
kadar odloča v upravnem postopku o neki upravni stvari. Upravni organ odloči, katera 
izmed danih oz. razpoložljivih alternativ je najboljša oz. najustreznejša. Sama odločitev 
mora temeljiti na potrebah konkretnega primera. Upoštevan mora biti javni interes, kar je 
pri diskrecijskem odločanju najpomembnejše. Upravni akti, ki so izdani na podlagi 
diskrecijske pravice, so praviloma individualni in konkretni. Predpisi, ki urejajo posamezna 
upravna področja zelo redko izrecno povedo, da je organ, ki je pristojen za odločanje 
pooblaščen odločiti v konkretni zadevi po prostem preudarku. Pooblastilo je skoraj vedno 
dano posredno z izrazom »organ sme« ali »organ lahko« ali »organ je pooblaščen« ipd. Ti 
izrazi kažejo na zakonsko pooblastilo za uporabo diskrecijske pravice. Vseeno pa je nujno 
pregledati celotno besedilo, da lahko trdimo, da je tako pooblastilo v resnici tudi dano 
(Šturm, 1996. str. 139).            
4.2 DOKTRINA DISKRECIJSKE PRAVICE 
ESČP je organ, ki s svojimi odločitvami o kršitvah pravic, ki jih varuje EKČP, bistveno 
vpliva na nacionalne pravne sisteme. ESČP razsoja izključno o konkretnih kršitvah pravic 
posameznikov. V tem kontekstu predstavlja doktrina »margin of appreciation« oz. meja 
dopustnega diskrecijsko pravico države članice EKČP pri odločanju o tem, kdaj lahko 
zaradi različnih razlogov, ki so v interesu države in ki jih EKČP natančno opredeljuje, 
država omeji izvrševanje nekaterih pravic iz te pogodbe.37  Vzporedno z doktrino 
diskrecijske pravice držav deluje tudi sistem nadzorne funkcije ESČP, ki je organ, ki 
postavlja meje uporabi diskrecijske pravice posameznih držav. V primerih omejevanja 
pravic iz 8. člena do 11. člena EKČP se lahko države sklicujejo na diskrecijsko pravico. 
Omejevanje kljub temu ni neomejeno in v celoti prepuščeno državni diskreciji. Drugi 
odstavki omenjenih členov (8. do 11. člen EKČP) natančno določajo razloge in pogoje, 
zaradi katerih se sme posamezna pravica omejiti. Na eni strani mora Sodišče uravnovesiti 
                                        
37 Kratek opis vsebine in funkcije doktrine »margin of appreciation« v H.C.Yourow, »The Margin of 
Appreciation Doctrine in the Dynamics of European Human Rights Jurisprudence«, 3 Conn. Journal of 
International Law, 111, 1987, str. 118-151.  
 51 
 
 
odgovornost za oblikovanje  skupnih načel in evropskega pristopa, na drugi strani pa 
mora Sodišče upoštevati različnost političnega, ekonomskega, kulturnega in socialno 
družbenega položaja v državah podpisnicah Konvencije. Zato v enotno razlago Konvencije 
vpeljuje doktrino »element relativnosti«, ki pomeni, da je odločitev Sodišča vsakič odvisna 
od konkretnega primera in okoliščin, ki izhajajo iz njega.  ESČP (in prej tudi Komisija) pri 
odločanju v konkretnem primeru vsakič posebej oceni ali je meja državnega poseganja v 
izvrševanje pravice iz Konvencije dopustna in opravičljiva ali ne.38 Diskrecijska pravica 
predstavlja nekakšno ravnovesje ESČP med suverenostjo in obveznostmi držav kot izvirajo 
iz EKČP. ESČP lahko v dveh primerih odloči, da v določenem primeru ne bo razsodilo v 
korist pritožnika in mu ne bo ugodilo, ker sodi konkretna problematika v področje državne 
diskrecijske pravice. V prvem primeru je odločitev ESČP odvisna od ocene, da gre v 
konkretni situaciji za področje, ki je v pristojnosti države in bi bil zato poseg ESČP 
neutemeljen. V drugem primeru pa ESČP preuči odločitev državnih organov in ugotovi, da 
je ravnovesje države utemeljeno in opravičljivo ter da EKČP ni bila kršena. V omenjenih 
primerih se uporaba diskrecijske pravice razlikuje. ESČP se v prvem primeru ne spušča v 
ocenjevanje pravilnosti državnih odločitev, ampak zavrne poseganje v državne 
pristojnosti. V drugem primeru pa ESČP razsodi po oceni vseh dokazov, kjer ugotovi, da ni 
prišlo do kršitve, ker je odločitev države v mejah njene diskrecije. Odločitev ESČP je lahko 
vsebinske ali formalnopravne narave, v obeh primerih pa se nanaša na uporabo 
diskrecijske pravice. Po ugotovitvah in mnenju nekaterih pravnih teoretikov večini sodnih 
primerov in razprav o doktrini diskrecijske pravice manjka jasnost in natančna določljivost 
meja in vsebine same doktrine. Državna diskrecijska pravica je pravno zelo neopredeljen 
pojem; nanaša se na pravico do prostora, ki ga imajo države pri poseganju v 
posameznikove pravice. Pri tem je nemogoče vnaprej ugotoviti oz. določiti, kje je meja 
dovoljenega oz. nedovoljenega posega, ki se opredeli vsakič posebej, glede na okoliščine 
konkretnega primera. Vsem razpravam je skupno, da diskrecijsko pravico državnih 
organov predstavljajo kot eno od dveh možnih odločitev, ki jih mora ESČP doseči pri 
obravnavanju primerov, v katerih se pojavlja problematika, vezana na doktrino. Prva 
odločitev ESČP se nanaša na odločitev organov v predhodnem postopku, druga odločitev  
ESČP pa se nanaša na oceno dovoljenega oz. nedovoljenega državnega poseganja v 
izvrševanje nekaterih pravic iz EKČP. Doktrina predstavlja tako imenovano »osnovno 
sredstvo« ESČP za obravnavanje omejevanja pravic iz 8. do 11. člena (pravica do 
spoštovanja zasebnosti, družinskega življenja, doma in dopisovanja; svoboda misli, vesti 
in veroizpovedi; pravica do svobodnega izražanja in do informiranja; pravica do 
svobodnega zbiranja in združevanja ter pravica do ustanavljanja sindikatov), 14. člena 
                                        
38 Oba organa SE (EKČP in ESČP) je v skladu s Protokolom št. 11, ki je bil sprejet leta 1994, nadomestilo 
stalno Evropsko sodišče.  
 52 
 
 
(diskriminacija) in 15. člena (razveljavitev človekovih pravic v času vojne ali druge splošne 
nevarnosti) EKČP in 1. člena Protokola št. 7 (pravice tujcev)39 (Kuhelj, 2004, str. 23–25). 
Pojem državne diskrecijske pravice ne izvira iz samega besedila Konvencije. Doktrina 
izvira iz pomorskega prava in jurisprudence francoskega Conseil d'Etat. Način odločanja, 
ki je značilen za pomorsko in upravno pravo je evropska institucija aplicirala tudi na 
odločanje pred Sodiščem. Sodišče je najprej uporabljalo doktrino le v primerih, ki so se 
nanašali na kršitev 15. člena. Šele po letu 1961 oz. po odločitvi v primeru Lawless je  
Sodišče začelo doktrino uporabljati tudi v primerih, ki so se nanašali na omejitve pravic iz 
8. do 11. člena Konvencije. Vsebinsko so se nanašali na zadeve, ki niso bile kritične 
narave oz. na zadeve v primerih izrednega stanja. Ta prehod Sodišča je bil rezultat tako 
imenovane naravne evolucije iskanja tehnik mednarodnega nadzora med državnim 
izvajanjem diskrecije. Glede na pomembnost pravic je Sodišče izpostavilo skupino 
»osebnih svoboščin« do katerih je uvedlo možnost omejevanja pravic. Zaradi svojih in 
drugih družbenih interesov smejo države preprečiti oz. omejiti izvajanje nekaterih pravic v 
določenem obsegu. Meja takšnega obsega je težko določljiva, saj je odvisna od 
konkretnih okoliščin, ki so tako statične kot dinamične. ESČP (prej tudi Komisija) se 
istočasno zavzema za dopuščanje široke diskrecije državam in za nadzor nad izvajanjem 
omejevanja pravic. Pri tem so omenjene prednostne pravice posebej varovane, saj gre za 
najbolj zasebno sfero človekovega življenja in delovanja. Evropski nadzor je v teh zadevah 
dvojen: posebej zaščititi posameznika, obenem pa dopušča državam diskrecijsko pravico. 
Zaščitene pravice na tak način pridobivajo na večplastnosti, odražajo pa se pri 
obravnavanju posameznih primerov. Pri tem se zastavlja vprašanje različnih situacij in 
obravnavanja določil Konvencije glede na posamezne primere. S takšnim načinom 
razločevanja se nekatere pravice uvrščajo na prednostno listo in nasproti drugim pridobijo 
na hierarhiji. Iz Konvencije izhaja takšen koncept hierarhije pravic, ki v primerih nekaterih 
temeljnih človekovih pravic ne dopusti nikakršnih posegov v pravice na način začasne 
razveljavitve ali omejitve pravic. Pri drugih pa so takšne omejitve bolj ali manj dopustne. 
Človekove pravice so absolutna kategorija in morajo imeti enako zaščito v vseh državah 
podpisnicah Konvencije. Sodišče je v »Belgijskem jezikovnem primeru« reklo, da mora biti 
pravica do izobrazbe vsebinsko enaka ne glede na to ali gre za Belgijo, Turčijo, Norveško 
ali katero drugo državo podpisnico Konvencije.40 Sodišče je odločilo, da omejitve niso 
                                        
39 1. Člen Protokola št. 7: 
Tujec, ki zakonito prebiva na ozemlju katere države, ne sme biti izgnan s tega ozemlja, razen z odločbo, ki 
temelji na zakonu, pri tem pa mora imeti možnost: a) predložiti utemeljen ugovor proti izgonu, b) zahtevati 
preizkus svoje zadeve in c) doseči, da ga v zvezi s tem sprejme pristojni organ oblasti ali oseba oz. osebe, ki 
jih pooblasti omenjeni pristojni organ oblasti. 
Tujca se sme izgnati, preden uveljavi pravice iz točk a, b in c 1. odstavka tega člena, če je takšen izgon nujen 
zaradi javnega reda ali zaradi varnosti države.  
40 Belgijski jezikovni primer – Case relating to certain aspects of the laws on the use of languages in education 
in Belgium. 1 EHRR 252 (1968). 
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dopustne, kljub temu pa je treba prepustiti državam, da same urejajo področje človekovih 
pravic in temeljnih svoboščin glede na potrebe in sredstva družbene skupnosti. Sodišče je 
v tem primeru zavzelo stališče, da je nujno oceniti interes družbene skupnosti in ga 
primerjati s pravico do spoštovanja temeljnih človekovih pravic. Nekateri pravni teoretiki 
tako stališče zavračajo iz razloga, da izpostavlja posamezna stališča in interese držav 
članic  Konvencije, kar pa ni v skladu z delovanjem Sodišča. Države ne morejo imeti vsaka 
svojega koncepta spoštovanja človekovih pravic in svoboščin. Namen Konvencije in njene 
razlage je, da varuje pravice na način, ki bo enak in v skladu v vseh državah podpisnicah 
Konvencije. Državno diskrecijsko pravico lahko danes v kontekstu Evropske konvencije 
definiramo kot pravico manevrskega prostora, delovanja oz. popuščanja državnim 
zakonodajnim, sodnim, izvršilnim in upravnim organom. V Strasbourgu na ta način organi 
postavljajo državam mejo, ki je pri poseganju v pravice posameznikov ne smejo 
prestopiti. Države morajo pri uporabi diskrecijske pravice upoštevati dve osnovni pravili, ki 
sta določeni v 17. in 18. členu Konvencije. Prepovedano je vsakršno delovanje, katerega 
namen je omejevanje ali odprava pravic in svoboščin iz EKČP, ki bi presegalo obseg 
dovoljenih omenitev. Pravilo iz 17. člena dopolnjuje 18. člen, ki se nanaša na prepoved 
državam, da bi dopustne omejitve uporabljale za namene, ki niso predpisani s Konvencijo.  
Poleg izpolnjevanja pravil iz 17. in 18. člena, morajo države za dovoljen poseg v pravice 
posameznikov izpolnjevati še dva splošna pogoja, ki sta določena v 2. odstavkih 
omenjenih členov. Namen le-tega je doseganje vsaj enega izmed razlogov oz. zakonitih 
ciljev, npr. zavarovanje zdravja ali morale (Kuhelj, 2004, str. 26–31).  
4.3 DOPUSTNA OMEJITEV NEKATERIH PRAVIC  
Pravice in svoboščine lahko država omeji oz. se v njihovo izvrševanje vmešava le pod 
pogoji in iz razlogov, ki so v Konvenciji posebej določeni. Določbe o omejitvah, ki jih 
vsebujejo 2. odstavki so same po sebi dovolj obsežne. Kljub temu, da Konvencija v 10. 
členu uporablja izraz »določenost z zakonom« v 8. členu pa izraz »skladnost z zakonom«, 
je Sodišče ugotovilo, da gre za isti pogoj omejitve pravic in svoboščin. Izraz »zakon« ne 
obsega le tistega prava, ki je kodificirano, ampak pojem zajema tudi »case-law« oz. 
sodno prakso v anglosaških državah. V praksi ESČP se je pojavilo vprašanje ali je ustrezno 
pravo samo tisto, ki ga sprejme zakonodajni organ ali pa ga lahko sprejmejo in izpolnijo 
tudi drugi organi. Na to vprašanje je odgovorilo ESČP v primeru Barthold.41 Odločitev je 
oprlo na stališče, da je Svet veterinarjev -– kirurgov neodvisni organ, ki je odgovoren in 
pristojen tudi za odločanje pravil, ki se nanašajo na profesionalno ravnanje njegovih 
članov. ESČP je odločilo, da pristojnosti neodvisnega organa izvirajo iz pooblastil 
državnega zakonodajnega organa. Skladno s EKČP velja načelo določenosti z zakonom za 
vse vrste domačega, državnega prava. Za izpolnitev »pogoja določenosti z zakonom« se 
zahteva, da so izpolnjene naslednje tri predpostavke (Kuhelj, 2004, str. 31–32):  
                                        
41 Barthold proti Nemčiji. Sodba z dne 25. 3. 1985. 7 EHRR 383 (1985). 
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• poseg države mora biti utemeljen na podlagi državnega prava, 
• pravo mora biti dostopno državljanom in  
• posledice posega morajo biti predvidljive.     
 
Vsako vmešavanje države v izvrševanje pravic mora biti določeno v državnem pravu oz. v 
zakonih ali drugih predpisih, ki veljajo na celem območju posamezne države. Ta 
predpostavka se je v praksi izkazala kot manj pomembna in ne problematična. ESČP je 
zato tej predpostavki dodalo še dva pogoja, ki izhajata iz pojma državnega prava. Gre za 
»dostopnost prava posamezniku« in pogoj »predvidljivosti posledic«. V primeru Silver je 
ESČP prvič obrazložilo pogoj dostopnosti prava.42 To pomeni, da mora biti pravo dostopno 
vsakemu državljanu, da se lahko z njim vnaprej seznani. V primeru Silver tožena država 
tega pogoja ni izpolnila, saj sporne odredbe in navodila niso bile objavljene. Objava kot 
sredstvo za manifestacijo pogoja dostopnosti je značilna za kontinentalni in za 
angloameriški pravni prostor. Ne glede na dejstvo, da Odredbe in navodila v primeru 
Silver niso bile objavljene, je ESČP zavzelo stališče, da sta glavna vira prava angleški 
Zakon o zaporih ter Pravila obnašanja v zaporih. Oba sta bila objavljena in dostopna 
javnosti. Glede predvidljivosti je ESČP ugotovilo, da ta pogoj ni bil izpolnjen, saj so bila 
objavljena pravila aplicirana v neobjavljenih Odredbah in navodilih. Norma mora biti 
predvidljiva oz. jasna in razločna, da lahko vsakdo predvidi pravne posledice svojega 
ravnanja43 (Kuhelj, 2004, str. 33–34).  
Izpolnitev pogoja »nujnosti posega v demokratični družbi« ESČP ugotavlja šele po tem, ko 
je predhodno ugotovilo izpolnitev pogoja »določenosti z zakonom«. V tem delu analize je 
izpostavljena velika napetost med interesi posameznika in družbe. Države podpisnice 
Konvencije morajo pogoj nujnosti posega v pravico ali svoboščino povezati z enim od 
posebnih razlogov za omejitve. Država se ne more sklicevati samo na splošno nujnost 
posega, da na ta način opraviči poseg v posameznikovo pravico ali svoboščino. Drugi 
odstavek 8. člena določa, da se javna oblast ne sme vmešavati v izvrševanje pravice, 
razen, če je to določeno z zakonom in nujno v demokratični družbi zaradi sledečih 
razlogov: državne varnosti, javne varnosti ali ekonomske blaginje države, zato da se 
prepreči nered ali zločin, da se zavaruje zdravje ali morala, da se zavarujejo pravice in 
svoboščine drugih ljudi (Kuhelj, 2004, str. 35–36).  
 
                                        
42 Primer Silver in ostali proti Angliji. Sodba z dne 25. 3. 1983. EHHR. 
43 V primeru, če imajo državni organi diskrecijsko pravico je nujno, da iz same norme izhaja omejitev takšnega 
delovanja oz. odločanja državnih oblastnih organov. Kljub temu je Sodišče v praksi zavzelo stališče, da ni 
nujno, da meje diskrecije izhajajo iz same obravnavane norme, ampak je bistveno, da je omejitev definirana v 
zakonu ali drugem aktu, katerega del je norma, lahko pa celo v drugem aktu ali ne nazadnje celo v 
neobjavljenih pravilih (unpublished rules). (P. Van Dijk, G. Van Hoof, supra. op.cit 54, str. 580-583).     
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5 MEDNARODNO VARSTVO ČLOVEKOVIH PRAVIC IN 
TEMELJNIH SVOBOŠČIN  
Osnovni mednarodnopravni akt oz. Ustanovna listina Združenih narodov iz leta 1945 
utemeljuje vzpostavitev in delovanje mednarodne skupnosti na podlagi mednarodnega 
prava na načelu: »Združitev narodov s ciljem obvarovati bodoče rodove pred strahotami 
vojne in potrditi vero v temeljne človekove pravice, v dostojanstvo in vrednost človeške 
osebnosti, v enakopravnost med spoloma ter enakopravnost narodov.« Ustanovna listina 
sama po sebi ne vsebuje kataloga osnovnih človekovih pravic, njihovo spoštovanje določa 
kot izhodišče delovanja OZN nasploh. Ideja takšne ureditve je bila, da Ustanovna listina 
uredi strukturo svetovne organizacije, katalog človekovih pravic in mednarodni 
instrumentarij njihovega varstva pa bosta urejena postopoma, s posebnimi 
mednarodnopravnimi dokumenti. Splošnih določb o varstvu človekovih pravic tudi ni 
vseboval Pakt Društva narodov (zgodovinske predhodnice OZN). Vseboval je le posebne 
določbe o omogočanju pravičnih in humanih delovnih razmer, humano obravnavo 
prebivalstva pod nadzorom katere izmed članic društva ter obveznost spoštovanja 
omogočanja delovanja mednarodnih humanitarnih organizacij. Zgodovinski pravni temelji 
OZN, ki so tudi podlaga za sprejetje Ustanovne listine, so mednarodni dokumenti 
zavezniških sil, sprejeti med drugo svetovno vojno. Na Ustanovni konferenci OZN, ki je 
bila v San Franciscu in je trajala več kot 2 meseca, je 26. 6. 1945 50 ustanovnih članic 
podpisano Ustanovno listino OZN, ki je začela veljati 24. 10. 194544. Ustanovna listina 
OZN je spoštovanje človekovih pravic zapisala v 1. členu in to povzdignila v temeljni cilj  
OZN ter s tem poudarila delovanje mednarodne skupnosti, mednarodnega prava in 
temeljne obveznosti vsake države. Prav tako sta osnovni nalogi glavnih organov Združenih 
narodov tudi ustvarjanje napredka in zagotavljanje spoštovanja človekovih pravic. Cilji 
OZN, od katerih so bili nekateri že primarni cilji spodletele mednarodne organizacije 
Društva narodov, utemeljenih v zgodovinskih dokumentih ustanovitve OZN, podkrepljeni s 
preambulo Ustanovne listine in določeni v 1. členu Ustanovne listine, so poleg tistih, ki se 
nanašajo na sistem kolektivne varnosti, še razvijanje prijateljskih odnosov med narodi, ki 
slonijo na spoštovanju načel enakopravnosti narodov in njihove samoodločbe, 
uresničevanje mednarodnega sodelovanja z miroljubnim reševanjem mednarodnih 
problemov ekonomske, socialne, kulturne ali človekoljubne narave ter (5. načelo) 
razvijanje in spodbujanje spoštovanja človekovih pravic in temeljnih svoboščin za vse ljudi 
brez diskriminacije (Lampe, 2010, str. 78–82). 
                                        
44 Ustanovna listina OZN je sestavljena iz preambule in 111 členov, razdeljenih v 19 poglavij. Njen 
sestavni del je tudi statut mednarodnega sodišča. 
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Splošna deklaracija o človekovih pravicah, ki jo je leta 1948 v New Yorku sprejela 
Generalna skupščina Združenih narodov, predstavlja temeljni dokument mednarodno 
pravnega varstva človekovih pravic. Vsebuje katalog človekovih pravic, ki naj bi jih države 
članice varovale in jamčile v svojem notranjem pravu. Mednarodna skupnost je pod 
okriljem Združenih narodov sprejela tudi več pravno obvezujočih konvencij,  le-te pa 
vsebujejo mednarodne garancije varstva človekovih pravic, z namenom, da jih države 
članice ne kršijo, temveč zagotavljajo. Generalna skupščina Združenih narodov je 
mednarodni pakt OZN o državljanskih in političnih pravicah sprejela leta 1966. V 
mednarodnem pravu ima Pakt zelo pomembno mesto. Predstavlja konkretizacijo določb 
na mednarodni ravni, ki so opredeljene v Splošni deklaraciji o človekovih pravicah.  
Države članice so si s pristopom k Paktu naložile temeljno mednarodno obveznost in 
nalogo, da bodo vsakomur zagotovile vse pravice iz prejetega Pakta (Lampe, Turk, 
Bošnjak & Teršek, 2004, str. 141–159).  
Leta 1953 je na ravni Sveta Evrope začela veljati Evropska konvencija o človekovih 
pravicah in temeljnih svoboščinah (EKČP), ki temelji na splošni deklaraciji o človekovih 
pravicah in temeljnih svoboščinah in sledi ciljem za ohranjanje in razvoj človekovih pravic 
in temeljnih svoboščin in njihovo pravno zaščito (Lampe, 2004, str. 361).     
V Nici je na zasedanju Evropskega sveta leta 2000 nastala Listina EU o temeljnih pravicah, 
ki je zavezujoč dokument in združuje osebnostne, državljanske, politične, socialne, 
ekonomske in kulturne pravice ljudi, ki živijo na celotnem ozemlju EU. Listina EU o 
temeljnih pravicah opredeljuje pravice, ki izhajajo iz mednarodnih obveznosti držav članic, 
Pogodbe in sporazumom EU, EKČP, Sveta Evrope in socialnih listin Skupnosti OECD, ki so 
priznane s strani ESČP in Sodišča EU. Listina velja za obvezujoč dokument in velja za vse, 
in sicer za državne organe, druge državne organe držav članic ali evropske institucije 
(MZZ, 2015). 
5.1 MEDNARODNI PAKT OZN O DRŽAVLJANSKIH IN POLITIČNIH 
PRAVICAH 
»Mednarodni pakt OZN o državljanskih in političnih pravicah je Generalna skupščina 
Združenih narodov sprejela leta 1966, kjer v preambuli določa, da se dostojanstvo, ki je 
prirojeno človekovi osebnosti, priznava v obliki enakih in neodtujljivih pravic vsem ljudem. 
Ideal svobodnega človeka, ki uživa državljanske in politične svoboščine je mogoče doseči 
le, če so ustvarjeni pogoji za uresničevanje državljanske, politične, ekonomske, socialne in 
kulturne pravice. Med bistvene osebnostne pravice sodijo: pravica vsakega človeka do 
življenja, ki mu ga ne sme nihče samovoljno odvzeti, prepoved izvajanja kakršnihkoli 
medicinskih ali drugih znanstvenih poskusov brez privolitve osebe, prepoved suženjskega 
odnosa in tlake nad posameznikom, pravica do prostosti in osebne varnosti je temeljna 
pravica, ki se ju lahko omeji samo, kadar to določa zakon, pravica do svobode gibanja in 
izbire prebivališča pripada vsakomur, ki se nahaja na ozemlju druge države, tujo ali lastno 
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državo pa lahko zapusti kadarkoli. Ta pravica se lahko omeji le na podlagi zakona, zaradi 
zaščite nacionalne varnosti, javnega reda, javnega zdravja ali morale, pravic in svoboščin 
drugih in z omejitvami, ki jih priznava zgoraj omenjeni pakt. Nihče nima pravice 
samovoljnega in nezakonitega vmešavanja v zasebno življenje ljudi, družino, stanovanje 
ali dopisovanje in nezakonito napadati njegovo čast in ugled, pred takim vmešavanjem pa 
mora biti vsakomur priznana pravica do sodnega varstva. Vsakomur je priznana pravica 
do pravne sposobnosti, svobode misli in vesti, svobodnega izražanja (zbiranja, 
sprejemanja, širjenja informacij in idej), nikogar pa za podana mnenja ni dovoljeno 
nadlegovati. Priznana je pravica do mirnega zbiranja in svobodnega združevanja z 
drugimi, razen v primeru ogrožanja nacionalnih varnostnih interesov. Priznana je tudi 
pravica do varstva družine kot naravne in temeljne sestavine družbe. V razmerju 
posameznik – država, se države pogodbenice zavezujejo spoštovati pravice odraslih otrok, 
ki živijo na njihovem ozemlju, brez razlikovanja glede na raso, barvo, spol, jezik, vero, 
politično ali drugo prepričanje, narodno ali socialno poreklo, premoženje, rojstvo ali 
kakršnokoli drugo okoliščino, kjer jim, v primeru kršenja teh pravic, zagotavljajo pravno 
varstvo. Moškim in ženskam se zagotavlja enakopravno uživanje vseh državljanskih in 
političnih pravic, ki jih v primeru izrednih nevarnosti država lahko (razveljavi) omeji, kar 
pa ne sme biti v neskladju z mednarodnim pravom in načelom diskriminacije ljudi. Osebe, 
ki so priprte in jim je odvzeta prostost, imajo pravico do pritožbe na sodišču, v primeru 
nezakonitega pripora pa jim pripada pravica do odškodnine. Tudi v teh primerih se ne 
sme nikogar mučiti ali z njim nečloveško ali ponižujoče ravnati in ga kaznovati, saj se 
mora vsem zagotoviti tako enakost pred zakonom in na sodišču kot tudi spoštovati 
domnevna nedolžnost, dokler storilec ni spoznan za krivega.« (Lavrič, 2013, str. 190–
191). 
5.2 SPLOŠNA DEKLARACIJA O ČLOVEKOVIH PRAVICAH 
Splošna deklaracija o človekovih pravicah je kot temelj omenjena v več kot 50 
mednarodnopravnih dokumentih. Nekatere študij so pokazale, da so tudi nacionalna 
sodišča uporabila dikcijo Splošne deklaracije kot neposrednega pravnega vira, 
dopolnilnega pravnega vira ali mednarodnopravnega dokumenta z velikim moralnim 
vplivom. Prav ta dikcija danes najbolje označuje status Splošne deklaracije v 
mednarodnopravnem pravu, saj gre za dokument z veliko pravno močjo. Standardi, 
določeni s Splošno deklaracijo, so večkrat kriterij ocenjevanja politike in pravne ureditve 
posameznih držav. Splošna deklaracija o človekovih pravicah pomeni zgodovinsko 
prelomnico pravnega urejanja človekovih pravic, je izhodiščni temelj za sprejemanje 
univerzalnih pravic, saj so človekove pravice dobile mednarodno razsežnost in niso več 
izključna domena posamezne države (Lampe, 2010, str. 90–91).     
Splošna deklaracija o človekovih pravicah  ob rojstvu s preambulo priznava vsem ljudem 
človeško dostojanstvo v enaki in neodtujljivi pravici kot temelj svobode, pravičnosti in 
 58 
 
 
miru, v katerem imajo vsi ljudje pravico do svobode govora in verovanja, kjer se potrjuje 
dostojanstvo in vrednost človekove osebnosti ter enakopravnost med spoloma, kjer je za 
razvoj prijateljskih odnosov med narodi potrebno skupno razumevanje pravic in svoboščin 
z njihovim varovanjem, temelječem na pravu (Lavrič, 2013, str. 189).  
»Splošna deklaracija o človekovih pravicah predstavlja skupen ideal vseh narodov s ciljem 
spoštovanja splošnih pravic in svoboščin. T jih delimo na dva dela. Med osebnostne 
pravice sodijo naslednje določbe: vsi ljudje se rodijo svobodni in imajo enako dostojanstvo 
in enake pravice; vsi ljudje so upravičeni do uživanja pravic in svoboščin iz Splošne 
deklaracije o človekovih pravicah, ne glede na raso, barvo kože, spol, jezik, vero, politično 
ali drugo prepričanje, narodno ali socialno pripadnost, premoženje, rojstvo ali kakršnokoli 
drugo okoliščino, kjer tudi ni dovoljeno nikakršno razlikovanje ljudi glede na te 
pripadnosti; vsakomur je priznana pravica do življenja, prostosti in osebne varnosti; 
posameznik ima pravico do svobodnega gibanja  in izbire prebivališča znotraj države ali 
izven nje, prav tako lahko zapusti katerokoli državo in se vanjo vrne; se lahko vsak 
svobodno udeležuje mirnih zbiranj in se združuje z drugimi; ni nikogar dovoljeno 
nadlegovati tako s samovoljnim vmešavanjem v njegovo zasebno življenje, družino, 
stanovanje ali dopisovanje kot tudi ne z napadi na njegovo čast in ugled. Vsakomur mora 
biti dana pravica do varstva pred takšnim vmešavanjem; je ljudem zagotovljena pravica 
do svobode misli, vesti in veroizpovedi ter svobodnega, javnega ali zasebnega izražanja v 
zvezi s tem; ima posameznik pravico do svobode mišljenja in izražanja, zaradi tega pa ne 
sme biti nadlegovan; je zakonska zveza in družina celica družbe, ki jo, ne glede na 
kakršnokoli pripadnost brez omejitev, lahko skleneta polnoletni moški in ženska.« (Lavrič, 
2013, str. 189–190).  
»V razmerju posameznik – država sodijo naslednje določbe Splošne deklaracije za 
človekove pravice, kjer: velja vsak za nedolžnega, dokler ni spoznan za krivega; se 
posameznika ne sme mučiti ali z njim nečloveško ali ponižujoče ravnati; vsak uživa 
enakost pred zakonom in diskriminacijo, zagotovljena pa mu mora biti tudi pravica do 
enakega pravnega varstva; je vsakemu priznana pravica do učinkovitega pravnega 
sredstva pri državnih in sodnih oblasteh proti dejanjem, ki kršijo pravice, priznane v ustavi 
ali zakonu; ni dovoljeno nikogar samovoljno zapreti, pridržati ali izgnati; je vsak  
upravičen do enakega in pravičnega sojenja pred neodvisnim in nepristranskim sodiščem; 
pripada vsakomur pravica do državljanstva, ki se mu je ne sme samovoljno odvzeti; ima 
posameznik pravico do sodelovanja pri opravljanju javnih zadev ter pod enakimi pogoji 
pravico do zaposlitve v javni službi in je vsakdo zaradi zahtev morale, javnega reda in 
splošne blaginje v demokratični družbi pri izvajanju pravic in svoboščin podvržen 
omejitvam, ki posegajo v priznane pravice in svoboščine drugih ter so določene z 
zakonom.«  (Lavrič, 2013, str. 190). 
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5.3 EVROPSKA KONVENCIJA O VARSTVU ČLOVEKOVIH PRAVIC IN 
TEMELJNIH SVOBOŠČIN 
Evropska Konvencija o varstvu človekovih pravic in temeljnih svoboščin (EKČP) predstavlja 
prvi uspešen poskus poudarjanja zaščite določenega števila pravic in svoboščin, določenih 
v Splošni deklaraciji o človekovih pravicah, ki so jo sprejeli Združeni narodi leta 1948. Ta 
poskus je postal model tudi za druge svetovne sisteme, predvsem za ameriške konvencije 
o človekovih pravicah. Omenjeni poskus predstavlja osnovo za ustvarjanje edinega 
mehanizma za neodvisen in stalen nadzor iz Evrope, s ciljem zagotavljanja državne 
skladnosti in s široko paleto temeljnih pravic, predvsem političnih in civilnih (Roghină, 
2012, str. 45).   
Evropska Konvencija o človekovih pravicah in temeljnih svoboščinah je meddržavna 
pogodba in jo lahko podpišejo le države članice Sveta Evrope (ECHR, 2013). 
Predhodnici Evropske konvencije o človekovih pravicah in temeljnih svoboščin sta bili 
Splošna deklaracija človekovih pravic in Ameriška deklaracija o človekovih pravicah in 
dolžnostih (Gomien, 2009, str. 15).  
5.3.1 NAMEN EKČP  
EKČP je bila prvi mednarodni instrument o človekovih pravicah in temeljnih svoboščinah, 
ki si je prizadeval zaščititi vse civilne in politične pravice tako v obliki pravno zavezujoče 
pogodbe za visoke pogodbenice, kakor tudi z vzpostavitvijo sistema za nadzor 
uresničevanja človekovih pravic in temeljih svoboščin na nacionalni ravni. Temeljni namen 
Evropske konvencije je zavarovati ter razvijati vrednote in ideale demokratične družbe. 
Odgovornost za varstvo človekovih pravic in temeljnih svoboščin pa pri tem nosi vsaka 
država pogodbenica posamezno ter tudi kolektivno (Mavsar, 2009, str. 16).    
5.3.2 VSEBINA EKČP  
Vlade držav članic podpisnice Konvencije o varstvu človekovih pravic in temeljnih 
svoboščin in članice Sveta Evrope so se, ob upoštevanju Splošne deklaracije o človekovih 
pravicah45, na kateri temeljita mir in pravičnost v svetu odločile, da kot vlade evropskih 
držav naredijo prve korake k skupnemu uveljavljanju nekaterih pravic, ki so določene v 
splošni deklaraciji (EKČP–1, 2010, str. 5).    
Visoke pogodbene stranke priznavajo vsakomur, ki sodi v njihovo pristojnost, pravice in 
svoboščine, ki so opredeljene v prvem delu te Konvencije in so: 
                                        
45 Splošno deklaracijo o človekovih pravicah je razglasila Generalna Skupščina Združenih narodov 10. 12. 
1948. 
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• pravica do življenja; 
• prepoved mučenja; 
• prepoved suženjstva in prisilnega dela; 
• pravica do svobode in varnosti; 
• pravica do poštenega sojenja; 
• ni kazni brez zakona; 
• pravica do spoštovanja zasebnega in družinskega življenja; 
• svoboda mišljenja, vesti in vere; 
• svoboda govora; 
• svoboda zbiranja in združevanja; 
• pravica do poroke; 
• pravica do učinkovitega pravnega sredstva; 
• prepoved diskriminacije;  
• začasna omejitev pravic v primeru izrednega stanja; 
• omejitev politične dejavnosti tujcev; 
• prepoved zlorabe pravic; 
• omejitev uporabe restrikcij pravic.  
 
S podpisom Konvencije so se države članice obvezale, da bodo spoštovale 
mednarodnopravne obveznosti in posameznikom v okviru svojih pristojnosti zagotovile, 
izbrano vrsto političnih in civilnih pravic. Posamezniki, ki so jim kratene pravice, lahko 
vložijo tožbo, ker jim njihova država ni uspela zagotoviti varstva pravic. Ob predpostavki, 
da sta pravilno izpolnjeni dve formalnosti, in sicer časovna omejitev in da so bila izčrpana 
vsa domača pravna sredstva, je možno na Evropsko sodišče za človekove pravice v 
Strasbourgu vložiti tožbo. Sodišče pa na podlagi vložene tožbe ugotavlja, ali je bila 
Konvencija kršena. Politični organ Sveta Evrope, to je Odbor ministrov, se zaveže k 
nadzoru nad izvajanjem sodb in na ta način zagotavlja, da se sodbe Sodišča izvajajo 
(Bates, 2011).      
5.3.3 EKČP IN ZASEBNO ŽIVLJENJE POSAMEZNIKA 
Konvencija (EKČP), meddržavni sporazum, ki zagotavlja uresničevanje človekovih pravic in 
temeljnih svoboščin, mora biti dinamična. Če bi bila Konvencija sestavljena danes, bi bila 
v podrobnostih verjetno precej drugačna od tiste, ki je bila napisana zgodaj v povojnem 
obdobju.  Nekatere pravice bi bile morda bolj poudarjene in izpopolnjene, in vanjo bi 
najverjetneje vključili tudi pravice, ki jih sicer takrat niso. V 8. členu EKČP je zagotovljeno 
spoštovanje zasebnega in družinskega življenja ter življenja doma in dopisovanja. Zaradi 
napredka sodobne elektronske tehnologije in interesa, ki ga na splošno posveča 
zasebnosti, se zdi zelo verjetno, da bi Konvencijo, če bi bila sestavljena danes, bolj skrbno 
definirala, kaj pomeni »zasebno življenje« (Beddard, 1995, str. 71).    
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Konvencija (EKČP) in Sodišče (ESČP) se velikokrat soočata s problemom, kaj storiti, kadar 
se Konvencija minimalno dotika pravice ali svoboščine ali kadar pravica, ki bi danes v 
Evropi veljala za samoumevno, v Konvenciji ni zajeta. Če pravice v Konvenciji ni, je  
običajni postopek, da se pritožbo zavrne v skladu s 27 (2) členom. Konvencija je v zadnjih 
letih sprejela novost, da če se le-ta uporablja še naprej, da mora ostati v skladu s 
sodobnim stališčem glede pravic posameznika. Mednarodni sporazum temelji na pravilih 
mednarodnega prav. Gre za sporazum med državami, ki ustvarjajo pravice in obveznosti 
za vse pogodbenice. Gre za edino obliko pisnega dogovora, ki ga pozna mednarodno 
pravo, uporablja pa se za različne tipe pravnih razmerij. Sporazumi glede človekovih 
pravic imajo namen zagotoviti pravice posamezniku. Če država prekrši Konvencijo ali 
sporazum, katere pogodbenica je, krši svoje pravne obveznosti do drugih držav 
pogodbenic. V praksi je posameznik tisti, ki trpi škodo in druge države. Druge države 
pogodbenice obstajajo, ker mednarodno pravo ne pozna nobenega drugega sporazuma 
med državo in posamezniki, katerega izvajanje bi bilo mogoče uveljaviti, zato se zdi, da bi 
morali namen mednarodnega sporazuma poudariti, se pravi poudariti bi bilo treba zaščito 
posameznika. Če bi uporabili definicijo človekovih pravic zunaj sporazuma, je pošteno 
pričakovati, da bi se sporazum, kot je EKČP, tolmačil v skladu s tako definicijo. Splošna 
deklaracija o človekovih pravicah (Universal Declaration of Human Rights) npr. v 3. členu 
navaja, da ima vsakdo pravico do življenja. EKČP pa pravi, da mora »vsak imeti 
zagotovljeno, da njegovo pravico do življenja ščiti zakon« (Beddard, 1995, str. 71–72). 
Avtor Beddard (1995, str. 73–74) pravi, da obstaja tudi nevarnost, da bi šla Komisija in 
Sodišče dlje, kot je namen držav pogodbenic. Včasih je opaziti tendenco, da bi se 
pregledalo pravo tožene države v luči zakonov drugih držav pogodbenic in da bi poiskali 
evropsko normo. To je morda lahko sprejemljiva praksa v luči enotnosti Evrope, vendar 
pa je njena vrednost omejena, če bi bil končni cilj nadaljnje uresničevanje človekovih 
pravic. Zlasti v preteklosti je zaslediti primer, ko je Evropska komisija uveljavljala 
omejitve, ki pa jih v Konvenciji ni. Čeprav je v Evropi opaziti veliko kulturnih in družbenih 
razlik, npr. življenje v ruralni Turčiji verjetno nima veliko skupnega s skandinavskimi 
državami, je treba priznati, da obstaja skupni imenovalec vrednosti, ki bi jih lahko označili 
kot evropske in ki so dovolj konsistentne, da bi dopustile formulacijo prava za Evropsko 
komisijo in Sodišče. Zanimivo bo opazovati in primerjati nove srednjeevropske in 
vzhodnoevropske države članice, kjer je desetletja vladal socializem.  
Konvencija se v veliki meri ukvarja z »običajnim« vsakodnevnim življenjem evropskih 
državljanov: z rojstvom in smrtjo, odraščanjem in šolanjem, poroko, ustvarjanjem 
družine, delom in vstopom v življenje skupnosti in v čim večji meri v skladu z lastnimi 
željami. Drug pomemben del Konvencije pa je zaščita posameznikov, kadar se soočajo z 
zakonom, oblastjo, zaporom in ali sodišči (Beddard, 1995, str. 74).    
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5.3.4 EKČP – OSEBNOSTNE PRAVICE IN SVOBOŠČINE 
»Evropska  konvencija o varstvu človekovih pravic in temeljnih svoboščin temelji na 
določilih Splošne deklaracije o človekovih pravicah in zavezuje države članice Sveta 
Evrope, ki podpišejo in ratificirajo konvencijo s protokoli, da bodo skupaj dosegle enotnost 
pri nadaljnjem razvoju človekovih pravic in temeljnih svoboščin, na katerih temeljita 
pravičnost in mir v svetu. Konvencija na temeljni ravni zagotavlja, da vsaka država članica 
spoštuje človekove pravice in temeljne svoboščine, varuje pravico do učinkovitega 
pravnega sredstva državljanom, kjer jim je bila pravica in svoboščina, zajamčena s 
Konvencijo, kršena, kakor tudi s strani uradnih oseb pri opravljanju dolžnosti. Tu 
osebnostne pravice in svoboščine delimo na dva dela. Prve se nanašajo na posameznika 
kot individuum in se mu priznavajo v obliki možnosti bivanja v skupnosti kot: pravica do 
življenja, kjer se ga ne sme nikomur namerno odvzeti, lahko pa se jo z zakonom omeji, 
prepoved suženjstva, prisilnega dela in obveznega dela, pravica do prostosti in osebne 
varnosti, ki se jo lahko omeji le, kadar tako določa zakon, pravica do spoštovanja 
zasebnega in družinskega življenja, doma (stanovanja) in dopisovanja. Država se v to 
pravico lahko vmešava le, če to določa zakon, je tako stanje nujno v demokratični družbi 
zaradi državne varnosti, javne varnosti ali ekonomske blaginje države, zato da se prepreči 
nered ali zločin, zavaruje zdravje ali morala in pravice ter svoboščine drugih ljudi, pravica 
do svobode misli (mišljenja), vesti in veroizpovedi, kjer lahko zasebno ali javno izraža 
svoje prepričanje. Ta svoboda se omeji samo takrat, kadar to določa zakon. Vsakemu 
človeku je zagotovljena tudi pravica do svobodnega izražanja in govora (sprejemanje in 
sporočanje obvestil), brez vmešavanja oblasti, ne glede na državne meje. Ljudem je 
priznana pravica do izobraževanja in pridobivanja izobrazbe, mirnega zborovanja 
(zbiranja) in svobodnega združevanja v interesnih skupinah, sklepanja zakonske zveze, 
ustvarjanja družine in lastnega premoženja, kjer se le–tega ne sme nikomur odvzeti, 
razen, če je to v javnem interesu. Pravice, ki se nanašajo na razmerje posameznik – 
država, določajo, da ni dovoljeno nikogar mučiti ali z njim ravnati nečloveško in 
ponižujoče ter ga kaznovati. Oseba, ki ji je odvzeta prostost, ima pravico do pravnega 
varstva v primeru nezakonitega odvzema prostosti in pravico do odškodnine. Osebi ni 
mogoče odvzeti prostosti in je zapreti samo zato, ker npr. ne more izpolniti pogodbenih 
obveznosti zaradi dolgov. Vsaki osebi je v razumnem roku priznana pravica do poštenega, 
pravičnega in javnega sojenja, presumpcija nedolžnosti pa se storilcu avtomatično prizna, 
dokler mu z zakonom ni dokazana njegova krivda. Storilca kaznivega dejanja ni mogoče 
obsoditi, če to ni določeno kot kaznivo v času, ko je bilo storjeno, razen, če je kaznivo po 
splošnih mednarodnih pravnih načelih. Posameznik tudi ne sme biti za isto kaznivo dejanje 
kazensko preganjan in ne kaznovan, če je bil s pravnomočno sodbo že oproščen ali 
obsojen. Pravnomočno obsojena oseba ima tako pravico do pritožbe pred višjim sodiščem, 
kot to določa zakon. Vsem ljudem je, ne glede na razlikovanje, zagotovljeno uživanje vseh 
pravic in svoboščin, ki jih določa Konvencija, nekatere pravice pa je mogoče v primeru 
izrednega stanja začasno omejiti, kjer ukrepi ne smejo biti v nasprotju z obveznostmi po 
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mednarodnem pravu. Ljudje imajo na ozemlju države, kjer bivaj, zagotovljeno pravico do 
svobodnega gibanja in svobodne izbire prebivališča, državo lahko kadarkoli svobodno 
zapustijo in se vanjo tudi vrnejo, razen takrat, kadar zakon to omejuje. Tudi skupinski 
izgon tujcev ni dovoljen, razen  na podlagi zakonite odločbe organa. V skladu s protokoli 
se h Konvenciji šteje, da je v državah članicah Sveta Evrope v celoti odpravljena smrtna 
kazen, izjema so dejanja, ki so bila storjena med vojno ali ob neposredni vojni nevarnosti, 
in so predpisana z zakonom.« (Lavrič, 2013, str. 191–193). 
5.3.5 PRISTOP EU K EKČP  
Pristop EU k EKČP naj bi dodatno in močno okrepilo varstvo pravic v Evropi, to predvideva 
tudi Lizbonska pogodba. Kadar bodo posamezniku kršene pravice iz EKČP bo lahko na 
ESČP vložil pritožbo proti EU. Obstoječ sistem pravnih sredstev na podlagi pravnega reda 
EU zaradi pritožbe ne bo spremenjen. Pristop EU k EKČP bi zagotovil usklajen razvoj 
sodne prakse ESČP in Sodišča EU (MZZ, 2014).  
5.4 LISTINA EU O TEMELJNIH PRAVICAH  
 »Za oblikovanje lastnega kataloga temeljnih pravic v EU so države EU odločile na 
zasedanju Evropskega sveta leta 1999 v Kölnu. Ustanovile so telo kasneje imenovano 
Konvencija. Ta je v dokaj kratkem času pripravila Listino EU o temeljnih pravicah, ki so jo 
decembra 2000 slovesno razglasili Evropski parlament, Svet in Komisija in jo je na 
zasedanju v Nici politično potrdil Evropski svet. Vendar pa Listina, ki poleg kataloga 
klasičnih političnih in državljanskih pravic vsebuje tudi zajeten seznam ekonomskih in 
socialnih pravic, ni bila prevzeta v primarno pravo EU. Ni postala pravno zavezujoča, 
temveč je bila odločitev o njeni formalni usodi, kakor tudi odločitev o pristopu Skupnosti k 
EKČP, preložena na Konvencijo o prihodnosti o Evrope. Po neuspeli uveljavitvi ustavne 
pogodbe so se nadaljevale razprave o usodi Listine in v duhu odprave ustavne simbolike 
je Svet naložil MVK, da se Listina spet izloči iz besedila PEU, a se ji s sklicevanjem v 
določbi o temeljnih pravicah podeli pravno zavezujoč pomen. Vendar pa že besedilo člena 
6 PEU predpiše prvo omejitev glede uporabe Listine, ki sledi členu 51(2) Listine, in sicer 
da njene določbe ne širijo pristojnosti Unije, določene v pogodbah. To pomeni, da Listina 
ne more služiti kot pravna podlaga za sprejetje splošnih aktov za uresničevanje v njej 
določenih pravic. Listina obsega katalog pravic, razdeljen na šest naslovov: Dostojanstvo, 
Svoboščine, Enakost, Solidarnost, Pravice državljanov in Sodno varstvo. Pri pripravi 
seznama pravic se je Konvencija zgledovala predvsem po EKČP, a ga hkrati pomembno 
razširila z ekonomskimi, s socialnimi in s kulturnimi pravicami, pri katerih je črpala 
predvsem iz Evropske socialne listine.« (Vatovec, Accetto, Avbelj, Hojnik & Smrkolj, 2010, 
str. 56–57).               
»Potreba po večji legitimizaciji ravnanja EU se je sicer z vidika temeljnih pravic v zadnjih 
letih močno povečala in jo dobro ponazarjajo primeri kršitev pravic posameznikov v okviru 
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protiterorističnih ukrepov, še dodatno pa se je okrepila prav z Lizbonsko pogodbo in s 
prenosom področja policijskega in pravosodnega sodelovanja v kazenskih zadevah pod 
naddržavno metodo PDEU, s čimer se možnost poseganja zakonodajnih aktov EU v 
pravice posameznika močno povečuje. Tudi iz tega razloga se kritično ocenjuje izvzetje 
Združenega kraljestva in Poljske od uporabe Listine, ki naj bi se od naslednje širitve 
naprej ne uporabljala tudi za Češko. S Protokolom je namreč izključena njena uporaba pri 
odločanju o združljivosti poljskih in britanskih aktov s temeljnimi pravicami, svoboščinami 
in načeli iz Listine pred Sodiščem EU in njunimi nacionalnimi sodišči ter iztožljivost njenih 
jamstev v razmerju do teh dveh držav. Omejuje se uporaba določb Listine, ki se nanašajo 
na nacionalno ureditev, na obseg, kakršen je priznan v njunem nacionalnem pravu. 
Čeprav tak protokol zagotovo ni dobrodošel, pa bolj trezna ocena vseeno pokaže, da 
verjetno ne bo imel učinka dejanskega pridržka k Listini, temveč bolj ponavlja, kar je že 
zapisano v splošnih določbah o uporabi in razlagi naslova VII. Poleg tega se bosta vsebina 
in obseg temeljnih pravic Unije še vedno ugotavljala tudi na podlagi splošnih načel iz 
člena 6(3) PEU, kot je to razglasilo Sodišče EU in glede katerih tudi za Združeno kraljestvo 
in Poljsko omejitve ne veljajo.« (Vatovec, Accetto, Avbelj, Hojnik & Smrkolj, 2010, str. 58–
59).               
Listina EU o temeljnih pravicah ureja svoboščine posameznika: pravico do svobode, 
varnosti, spoštovanja zasebnega in družinskega življenja, stanovanja, komunikacij, varstva 
osebnih podatkov, ki se nanašajo nanj, svobodno sklepanje zakonske zveze in pravico do 
ustvarjanja družine, svobodo misli, vesti in vere, svobodnega mnenja, izražanja in 
obveščanja vesti oz. idej brez vmešavanja državnih organov, pravico do ugovora vesti 
posameznika, svobodo medijev, svobodo mirnega zbiranja in združevanja, svobodo 
znanosti, umetnosti in izobraževanja, svobodo do izbire poklica in svobodo do dela 
vsakemu državljanu EU in tudi tujcu, ki ima pravico do dela na ozemlju EU, lastninske 
pravice nad zakonito pridobljene lastnine, svobodo gospodarske pobude, pravico do azila. 
Listina EU o temeljnih pravicah ureja tudi druge pravice posameznika, ki so povezane z 
enakostjo: pravica do enakosti pred zakonom, prepoved diskriminacije, spoštovanje 
kulturne, verske in jezikovne raznolikosti, enakost med spoloma na vseh področjih, 
vključno z zaposlovanjem in plačilom, pravice otrok do njihovega varstva, pravice do 
dostojnega življenja invalidnim osebam itd. Listina EU o temeljnih pravicah ureja tudi 
druge pravice. Poudarja predvsem pravice delavcev do obveščenosti in posvetovanja v 
podjetju, do brezplačnega dostopa do organizacij za posredovanje zaposlitev, varstva 
delavca v primeru neupravičene odpustitve, do varnih, poštenih in pravičnih delovnih 
pogojev, do počitka, prepovedano je delo otrok, poudarja se pravica dostopa do javnih 
dokumentov itd. (MZZ, 2015).  
Evropski parlament je leta 1989, ko je v obliki Deklaracije o temeljnih pravicah in 
svoboščinah sprejel katalog človekovih pravic, naredil pomemben premik na poti do 
Listine EU o temeljnih pravicah. Evropskemu parlamentu je leta 1998 sledil tudi Evropski 
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svet z Dunajsko deklaracijo. V njej je postavil zahtevo po oblikovanju programa za 
doseganje preglednega in skladnejšega varovanja človekovih pravic. Namen Evropskega 
sveta je bil pripraviti listino tistih pravic, ki so bile v EU že priznane in tako doseči njeno 
večjo prepoznavnost med državljani EU. Listina je bila pripravljena s strani posebnega 
odbora strokovnjakov skupaj s tesnim sodelovanjem ekspertnih strokovnjakov Sveta 
Evrope. Razglašena je bila na sestanku Evropskega sveta decembra 2000 v Nici. Listina 
EU o temeljnih pravicah zajema sodno varstvo državljanov EU v razmerju do teles in 
institucij EU in do držav članic EU (Ferčič, Hojnik & Tratnik, 2011, str. 56).   
Posamezne institucije so s povezovanjem držav članic EU pridobivale na moči in pridobile 
vedno večje pristojnosti. Hkrati s tem pa je postajala raven zaščite človekovih pravic 
vedno bolj pomembna. Vse pravice, ki so bile vsebovane v Listini EU, so predstavljale 
skupek vrednot ter norm, s katerimi naj bi se državljani EU lahko identificirali. 
Predstavljale pa so tudi nekakšno referenčno točko, na katero bi se lahko sklicevali. EU do 
leta 2000 oz. do sprejetja Listine, še ni imela vzpostavljenega nobenega konsistentnega 
načina delovanja, ki bi zagotavljal zaščito pravic državljanov EU pred institucijami EU. 
Državljanom EU so delno zaščito jamčile le ustave držav članic in EKČP. Listina je postala 
pravni zavezujoči dokument, ki ureja razmerja in normative med državljani EU in 
institucijami (Brozina, Vatovec, Cerar & Nussdorfer, 2005, str. 41).  
Določbe o pristopu Evropske unije k Evropski konvenciji o varstvu človekovih pravic 
(EKČP) in določbe Listine EU so zelo pomembna novost. EU priznava pravice, svoboščine 
in načela iz Listine EU, ki so bile sprejete 7. decembra 2000. Z uveljavitvijo Lizbonske 
pogodbe pridobi Listina EU pravno zavezujočo naravo primarnega prava EU.  Kljub temu 
pa še vedno ni del ali dodatek Lizbonske pogodbe. 12. decembra 2007 je bila podpisana s 
strani predsednikov  Evropske komisije, Evropskega parlamenta in Sveta ter samostojno 
objavljena v Uradnem listu EU. Po 6. členu Lizbonske pogodbe Listina EU pridobi enak 
status in pravno veljavo kot ga imajo temeljne pogodbe. Pred tem ni bila pravno 
zavezujoča, ima le naravo političnega dokumenta. Glede pristopa EU k EKČP je bil sprejet 
poseben protokol, ki vsebuje posebne določbe za ohranitev značilnosti Unije in prava 
Unije v sporazumu o pristopu Unije k EKČP. Pogodba o delovanju EU določa, da odločitev 
o pristopu k EKČP Svet soglasno sprejme (Lampe, Drenik & Grasselli, 2008, str. 62).    
Listina EU vsebuje tri kategorije pravic (Piris, 2010, str. 150–152): 
1. temeljne pravice in svoboščine in tudi osnovne procesne pravice, ki jih zagotavlja 
EKČP in ki izhajajo iz ustavnih tradicij, ki so skupne državam članicam, kot splošna 
načela prava Skupnosti; 
2. temeljne pravice, ki se nanašajo samo na državljane EU in 
3. socialne in ekonomske pravice, ki jih vsebuje Evropska socialna listina iz leta 1961 
in skupnost Listine o temeljnih pravicah socialnih pravicah delavcev iz leta 1989. 
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Obsežna politična razprava o Listini EU ni upoštevala pomembnega pravnega vprašanja, in 
sicer, da je Listina EU naslovljena samo na Evropske institucije in zakonodajo, ki so jo 
sprejeli, ne pa na države članice v nacionalnih razmerah pravic (Piris, 2010, str. 151–152).  
Lizbonska pogodba je z uvedbo 6 (1) člena PEU dala Listini EU enako pravno veljavo kot 
konstitutivne pogodbe EU. Listina EU se sklicuje na splošna načela prava EU, ki jih je 
razvilo Sodišče in ESČP. Pri določanju pomena in področja uporabe ustreznih določb mora 
Sodišče poleg vsebine Konvencije upoštevati tudi sodno prakso ESČP (Johansen, 2012, 
str. 115). 
Evropski parlament,  Svet in Komisija so slovesno razglasili besedilo Listine EU o temeljnih 
pravicah in ga objavili v Uradnem listu EU (Uradni list EU, C 83/389, 30. 3. 2010): 
• Evropski narodi so pri oblikovanju vse tesnejše zveze odločeni na podlagi skupnih 
vrednot deliti mirno in varno prihodnost. 
• Evropska unija, ki se zaveda svoje moralne in duhovne dediščine, temelji na 
nedeljivih,  univerzalnih in edinstvenih vrednotah človekovega dostojanstva, 
svobode, solidarnosti in enakopravnosti; temelji na načelu demokracije in na 
načelu pravne države. Posameznika postavlja v središče svojih dejavnosti z 
vzpostavitvijo državljanstva Evropske unije in oblikovanjem območja svobode, 
pravice in varnosti. 
• Ob spoštovanju vseh raznolikih kultur in tradicij evropskih narodov ter nacionalne 
identitete držav članic EU in organizacije njihovih organov oblasti na državni, 
regionalni in lokalni ravni EU prispeva k ohranjanju in razvijanju teh skupnih 
vrednot, prizadeva si za spodbujanje uravnoteženega in trajnostnega razvoja ter 
zagotavlja prosti pretok oseb, blaga, storitev in kapitala ter svobodo ustanavljanja.    
• Glede na spremembe v družbi, je v ta namen potrebno okrepiti socialni napredek 
ter znanstveni in tehnični razvoj. Prav tako je treba okrepiti varstvo temeljnih 
pravic z Listino EU, ki te pravice še bolj poudarja.  
• Listina EU ob upoštevanju pristojnosti in nalog EU ter načela subsidiarnosti 
potrjuje pravice, ki izhajajo zlasti iz skupnih ustavnih tradicij in mednarodnih 
obveznosti držav članic, Evropske konvencije o varstvu človekovih pravic in 
temeljnih svoboščin, socialnih listin, ki sta jih sprejela EU in Svet Evrope, ter sodne 
prakse Sodišča Evropske unije in Evropskega sodišča za človekove pravice. V tem 
okviru sodišča Unije in držav članic Listino razlagajo ob ustreznem upoštevanju 
pojasnil, oblikovanih pod vodstvom predsedstva Konvencije, ki je Listino sestavilo, 
in ki so bila dopolnjena pod vodstvom predsedstva Evropske konvencije.  
• Uživanje teh pravic je povezano z odgovornostmi in dolžnostmi do vseh soljudi, 
človeške skupnosti in prihodnjih generacij.  
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ESČP je pomembna in dokončna instanca nad razlago Konvencijskih pravic. Opozoriti je 
treba, da  celo pred pristopom  52 (3) člen Listine EU nalaga Evropski uniji obveznost, da 
se zagotovi, da se pravice iz Listine, ki ustrezajo pravicam zagotovljenim iz EKČP, imajo 
enak obseg in pomen kot pravice iz EKČP in da lahko pravo EU zagotavlja širše, 
obsežnejše pravo. Določiti je treba pravice, ki ustrezajo tistim pravicam, ki jih zagotavlja 
EKČP (Craig, 2013). 
Listina EU obsega katalog pravic, ki je razdeljen na šest naslovov (Vatovec, Accetto, 
Avbelj, Hojnik & Smrkolj, 2010, str. 57): 
1. dostojanstvo, 
2. svoboščine, 
3. enakost,  
4. solidarnost, 
5. pravice državljanov, 
6. sodno varstvo. 
Pri pripravi seznama pravic se je Konvencija zgledovala predvsem po EKČP,  a ga hkrati 
pomembno razširila z ekonomskimi, s socialnimi in s kulturnimi pravicami, pri katerih je 
črpala predvsem iz Evropske socialne listine. Terminološko in z vidika funkcij temeljnih 
pravic pa ta obsežen seznam pravic varuje kar nekaj nedoslednosti. Marsikatero izmed 
naštetih jamstev namreč, nima funkcije klasičnih človekovih pravic, torej pravic, ki državi 
omejujejo oz. prepovedujejo poseganje v sfero posameznika, ji nalagajo določeno 
pozitivno razmerje glede varstva dobrin oz. jamstva za dobrine posameznika oz. 
državljanskih pravic, temveč gre pri njih za ustavna načela oz. temeljne cilje politik Unije 
(Vatovec, Accetto, Avbelj, Hojnik & Smrkolj, 2010, str. 58).     
Pravila se uporabljajo za vsakogar in vsebujejo tradicionalne politične, civilne in socialne 
ter ekonomske pravice. Vsebujejo tudi nekatere pravice, ki jih vsebujejo že ustanovne 
pogodbe in EKČP, vsebujejo pa tudi dodatne pravice kot so varovanje osebnih podatkov 
ipd. (Ferčič, Hojnik & Tratnik, 2011, str. 27).  
Konvencija se je pri pripravi zgledovala po EKČP in ga obenem razširila s socialnimi, 
ekonomskimi in kulturnimi pravicami (zgledovala pri tem pa se je po Evropski socialni listi) 
(Vatovec, Hojnik, Acceto, Smerkolj & Avbelj, 2010, str. 45). 
Listina EU v nekaterih primerih posodobi, v drugih primerih pa na novo ustvari in definira 
pravice EKČP (Piris, 2010, str. 152-153): 
1. človeško dostojanstvo (1. člen Listine EU);  
2. pravica do osebne celovitosti (3. člen Listine EU);  
3. varstvo osebnih podatkov (8. člen Listine EU), ki izhajajo tudi iz direktive ES o 
varstvu osebnih podatkov; 
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4. svoboda umetnosti in znanosti (13. člen Listine EU); 
5. pravica do azila (18. člen Listine EU);  
6. varstvo v primeru odstranitve, izgona ali izročitve (19. člen Listine EU); 
7. pravice otroka (24. člen Listine EU).  
 
Listina EU dopolnjuje klasične določbe o človekovih pravicah in temeljnih svoboščinah s 
številnimi drugimi določbami o socialnih in ekonomskih pravicah. Posebnost Listine EU je, 
da vsebuje tako pravice kot tudi načela. Pravice so namenjene posameznikom na sodiščih 
in so subjektivne, načela pa sledijo cilju, ki bi ga moral spoštovati zakonodajalec EU. 
Načela je mogoče uveljaviti le z zakonodajo (Piris, 2010, str. 152–154).    
Listina EU vedno zavezuje organe EU in institucije, države članice pa zavezuje samo v 
primerih, kadar izvajajo pravo Unije (51. člen Listine EU). Poudarjeno je, da Listina EU ne 
razširja in ne spreminja pristojnosti Unije. Pravice iz Listine EU, ki ustrezajo pravicam iz 
EKČP in imajo isto vsebino in isti obseg kot po EKČP, razen da Listina EU zagotavlja večji 
obseg varstva pravic. Listina EU navaja, da ne more biti podlaga za omejevanje že 
uveljavljenih pravic ter prepovedi in pravic  (Vatovec, Hojnik, Acceto, Smerkolj & Avbelj, 
2010, str. 47).    
5.5 LIZBONSKA POGODBA   
»Osrednja določba nove PEU je člen 6, ki napotuje na Listino EU o temeljnih pravicah in ji 
podeljuje enako pravno veljavo kot obema pogodbama, daje pravno podlago za pristop 
EU k EČKP in ohranja opredelitev temeljnih pravic kot splošnih načel, ki so del prava EU. 
Tako je odslej varstvo temeljnih pravic oprto na tri stebre: Listino, EKČP ter splošna 
načela prava Unije, kot jih v dialogu z nacionalnimi sodišči določa in opredeljuje Sodišče 
EU. Z vidika temeljnih pravic pa omenimo še eno novost, ki ima prav tako ustavnopravni 
pomen, namreč preimenovanje »načel« v »vrednote« EU, med katere je Lizbonska 
pogodba dodala človekovo dostojanstvo, enakost in pravice pripadnikov manjšin. Kljub 
pomembni novosti, s katero se v primarnem pravu EU prvič omenjajo manjšine, pa tudi z 
uveljavitvijo Lizbonske pogodbe EU ne bo imela na voljo bistveno učinkovitejših 
instrumentov za varovanje pravic manjšin kot kolektivnih pravic. Njena možnost ukrepanja 
je omejena na zagotavljanje individualnih pravic pripadnikov manjšin, to je 
protidiskriminacijskih ukrepov na podlagi člena 19 PDEU).« (Vatovec, Accetto, Avbelj, 
Hojnik & Smrkolj, 2010, str. 56).  
»Pomembna novost Lizbonske pogodb je uvedba treh normativnih kategorij sekundarnih 
pravnih aktov, vpetih v hierarhično razmerje. V dosedanji ureditvi je bilo namreč 
razlikovanje med zakonodajnimi in neakonodajnimi akti nejasno, k razjasnitvi pa ni 
pomagala niti vrsta pravnega akta, kajti uredba se je lahko uporabljala za ureditev 
najpomembnejše zakonodajne materije, ali pa kot izvedbeni akt Komisije. Lizbonska 
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pogodba je tako uvedla želeno in potrebno razmejitev med zakonodajnimi akti in 
izvedbenimi akti »sensu stricto« ter novo kategorijo delegiranih aktov. Uredbe, direktive in 
sklepi se torej lahko sprejemajo v treh kategorijah: 1. Kot zakonodajni, 2. Kot delegirani in 
3. Kot izvedbeni akti. Iz poimenovanja pravnega akta izhaja njihov položaj v hierarhiji. 
Lizbonska pogodba namreč določa, da se v naslovu delegiranih oziroma izvedbenih aktov 
vstavi pridevnik »delegirani« oziroma »izvedbeni«. Ob pomanjkanju izrecne določbe, ki bi 
trdila drugače, lahko sklepamo, da gre za zakonodajni akt takrat, ko omenjeni pridevniki 
niso zapisani v naslovu pravnega akta.« (Vatovec, Accetto, Avbelj, Hojnik & Smrkolj, 
2010, str. 67).  
»Opredelitev pravnega akta kot zakonodajnega akta ima pomembne pravne posledice. 
Prvič, glede javnosti dela in dostopa do dokumentov. Iz Lizbonske pogodbe izhaja 
obveznost, da resorne sestave Sveta pri odločanju in glasovanju o osnutkih zakonodajnih 
aktov zasedajo javno, enako tudi Evropski parlament. Pomembno je, da pri tem Lizbonska 
pogodba ne razlikuje med zakonodajo, ki se sprejema po rednem ali posebnem 
zakonodajnem postopku. Druga posledica je okrepljena vloga nacionalnih parlamentov pri 
izvajanju »ex ante« nadzora nad spoštovanjem načela subsidiarnosti. Lizbonska pogodba 
torej na zakonodajni akt veže določene pravne posledice, zato ni nepomembno, za kakšno 
normativno kategorijo sekundarnega pravnega akta gre.« (Vatovec, Accetto, Avbelj, 
Hojnik & Smrkolj, 2010, str. 70–71).   
Upoštevajoč trenutno situacijo, ko je na Lizbonsko pogodbo potrebno gledati  kot na 
pravo »de lege ferenda«, »nova pogodba« podeljuje Listini EU o temeljnih pravicah status 
obveznega dokumenta v svojem 6. členu, ki med drugim določa, da EU priznava pravice, 
svoboščine in načela iz Listine EU o temeljnih pravicah, listina pa ima enako veljavo kot 
pogodba. Poseben protokol k novi pogodbi razlaga uporabo listine v Veliki Britaniji in na 
Poljskem in med drugim navaja, da listina ne širi pristojnosti Sodišča EU ali sodišč Poljske 
oz. Velike Britanije za razsojanje glede združljivosti zakonov in drugih predpisov, prakse ali 
upravnih ukrepov obeh držav s temeljnimi pravicami, svoboščinami in načeli listine 
(Lampe, 2010, str. 128).   
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6 MEDNARODNI DOKUMENITI, KI UREJAJO VARSTVO 
OSEBNIH PODATKOV  
Pravica do varstva osebnih podatkov je ena od temeljnih človekovih pravic in se nanaša 
na varstvo posameznikovega dostojanstva, njegovo integriteto in pravico do informacijske 
zasebnosti (Čebulj, 1996). Informacijska družba predstavlja podlago za varstvo osebnih 
podatkov in varstvo zasebnosti posameznika  (Bennett, 1992), poseben izziv modernih 
demokratičnih družb, ki izhajajo iz naprednih tehnologij v komunikacijskih in 
informacijskih sistemih pa navaja Sharma (1994).    
Mednarodni dokumenti, ki urejajo varstvo osebnih podatkov so bili sprejeti s strani Sveta 
EU, OECD in OZN, vendar vsi ti mednarodni dokumenti za države članice niso zavezujoči, 
kar sem v magistrskem delu v nadaljevanju navedla. V nadaljevanju so navedeni 
mednarodni dokumenti, ki urejajo varstvo osebnih podatkov,  razdeljeni pa so na 
podpoglavja glede na organizacijo, ki jih je sprejela in na pomen oz. značaj dokumenta, ki 
je za države članice zavezujoč oziroma nezavezujoč.46  
6.1 SMERNICE OECD O VARSTVU ZASEBNOSTI IN ČEZMENJEM 
PRENOSU OSEBNIH PODATKOV – NEZAVEZUJOČ DOKUMENT  
»Že pri Lampetu (2004) zasledimo, da so bile prve pravne podlage za ureditev varstva 
osebnih podatkov v Konvenciji Sveta Evrope o varstvu posameznikov glede na avtomatsko 
obdelavo osebnih podatkov (v nadaljevanju KonSEVOP) povzete prav iz Smernic 
Organizacije za gospodarsko sodelovanje in razvoj (v nadaljevanju OECD) o varstvu 
zasebnosti in čezmejnem prenosu osebnih podatkov, ki jih je Svet ministrov OECD sprejel 
23. septembra 1980. Smernice se sicer navezujejo na mednarodno pravni dokument, ki 
opredeljuje temeljna načela informacijske zasebnosti posameznikov. Ta akt se je izkazal 
kot pomemben pri oblikovanju kasnejših mednarodnih in nacionalnih dokumentov, ki so 
pričeli urejati področje posameznikove zasebnosti in osebnih svoboščin. Še naprej 
predstavlja pomemben dosežek varstva osebnih podatkov na mednarodni ravni, saj 
določa načela, ki zagotavljajo poenoteno varstvo zasebnosti in uporabe osebnih podatkov 
ter odpravljajo nepotrebne omejitve pri čezmejnem prenosu (iznosu) teh podatkov. S tem 
namenom so članice OECD smernice tudi izdelale, saj so želele zaščititi zasebnost oseb pri 
prenosu njihovih osebnih podatkov med državami članicami, hkrati pa ta načela enako 
udejanjati v nacionalni zakonodaji. Smernice definirajo skupaj z memorandumom: 
upravljavce osebnih podatkov, pojem osebnih podatkov ter zagotavljanje čezmejnega 
prenosa (iznosa) osebnih podatkov v javnem in zasebnem sektorju. Dokument se danes 
pri prenosu osebnih podatkov med državami članicami OECD obravnava kot najnižji 
                                        
46 Lastni prispevek 
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standard varstva zasebnosti in osebnih svoboščin posameznika. Smernice predpisujejo 
temeljna načela uporabe osebnih podatkov na ravni držav članic OECD. Zahtevajo, da 
morajo biti vsi osebni podatki ob vedenju in podanem soglasju osebe, na katero se 
podatki nanašajo, pridobljeni zakonit in pošten način. Biti morajo ustrezni, točni, popolni 
in ažurni glede na namen, za katerega se uporabljajo, namen njihovega zbiranja, pa mora 
biti določen najkasneje takrat, ko se pričnejo zbirati. Osebnih podatkov ni dovoljeno 
razkriti ali uporabiti za druge namene, izjema pri tem je izrecno podano soglasje 
predmetne osebe ali kakor tako določa zakon in je potrebno take podatke posredovati 
pristojnim organom. Osebne podatke je potrebno z ustreznimi ukrepi zaščititi pred izgubo, 
nepooblaščenim dostopom, uničenjem, uporabo, spremembo ali razkritjem. Smernice 
OECD podobno kot Direktiva 95/46/EC omogočajo, da ima posameznik, na katerega se 
podatki nanašajo, pravico od upravljavca pridobiti informacijo ali hrani o njem kakršnekoli 
osebne podatke, v primeru zavrnitve zahtevka, pa mora osebi zagotoviti možnost 
pravnega varstva. Pomembno spoznanje, ki ga Smernice OECD prinašajo so, da mora 
upravljavec osebnih podatkov za upravljanje z osebnimi podatki prevzeti odgovornost in 
sprejeti vse ukrepe za njihovo učinkovito varstvo. Ker se s Smernicami OECD spodbuja 
čezmejni prenos osebnih podatkov, prinašajo te  nekatere omejitve. V zvezi s tem morajo 
tako države članice spoštovati predpise glede varovanja osebnih podatkov druge države 
članice, zagotoviti ukrepe nemotenega in varnega čezmejnega prenosa osebnih podatkov 
ter se izogniti sprejemu take zakonodaje in politik glede zaščite zasebnosti in osebnih 
svoboščin, ki bi lahko ovirale čezmejni prenos osebnih podatkov. S tem namenom 
poudarjajo Smernice OECD potrebo, da zagotovijo države članice sprejetje odprte 
zakonodaje glede varovanja zasebnosti in osebnih svoboščin, da bodo lahko varovale 
pravice oseb, katerih podatki se bodo obdelovali, in bodo tako skladni z drugimi članicami. 
Pri tem pa spodbujajo izmenjavo informacij kot tudi medsebojno pomoč v primeru 
ugotavljanja kršitev določb Smernic OECD.« (Lavrič, 2013, str. 205–206).        
6.2 MEDNARODNI DOKUMENTI, KI JIH JE SPREJEL SVET EVROPE  
Poslanstvo Sveta Evrope (v nadaljevanju SE) je spodbujanje demokracije in varovanje 
človekovih pravic in temeljnih svoboščin ter pravne države v EU. Svet EU je sprejel 
sledeče dokumente, ki urejajo varstvo osebnih podatkov in  so za države članice 
zavezujoči:  
6.2.1 DIREKTIVA O VARSTVU POSAMEZNIKOV V ZVEZI Z OBDELAVO 
OSEBNIH PODATKOV IN PROSTEM PRETOKU TAKIH PODATKOV 
(95/46/EC) 
Z namenom poenotenja zakonodaj držav članic EU s področja varstva zasebnosti je Svet 
Evrope 24. oktobra 1995 sprejel Direktivo o varstvu posameznikov pri obdelavi osebnih 
podatkov in o prostem pretoku takih podatkov (v nadaljevanju Direktiva 95/46/EC).  
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Bistvo varstva osebnih podatkov je v zagotavljanju pravice posameznika, da »obdrži 
informacije o sebi, ker noče, da bi bili z njimi seznanjeni tudi drugi.47« Varovanje 
informacij ali osebnih podatkov ne smemo obravnavati kot enkratno aktivnost, temveč kot 
proces (Informacijski pooblaščenec, 2009, str. 5).  
»Direktiva 95/46/EC tako nadgrajuje in razširja tiste pravice, ki jih vsebuje že KonSEVOP, 
ki temelji na spoštovanju temeljnih pravic in svoboščin posameznika kot fizične osebe, ter  
predvsem varstva njegove do zasebnosti. K Direktivi 95/46/EC  je potrebno dodati še en 
dokument, in sicer Okvirni sklep, ki ureja varstvo osebnih podatkov na področju 
policijskega in pravosodnega sodelovanja v kazenskih zadevah. Varstvo zasebnosti 
posameznikov so države članice EU dolžne urediti v svoji nacionalni zakonodaji zato, da bi 
se lahko osebne podatke na različnih družbenih področjih obdelovalo zakonito, pošteno, 
primerno in ustrezno (sorazmerno) glede na namen obdelave ter s privolitvijo 
posameznika. Direktiva opredeli osebni podatek kot katerokoli informacijo, ki se nanaša 
na določeno ali določljivo fizično osebo, ki se jo lahko neposredno ali posredno identificira 
s sklicevanjem na identifikacijsko številko, ali dejavnike, ki so značilni za njeno fizično, 
fiziološko, duševno, ekonomsko, kulturno ali socialno identiteto. Obdelava osebnih 
podatkov se izvaja tako z avtomatskimi sredstvi kot tudi ročno48, te pa lahko obdeluje 
upravljavec, ki je ali fizična ali pravna oseba, javni ali katerikoli drug organ, ki sam določa 
namen obdelave podatkov za katere ima podlago v nacionalni zakonodaji ali zakonodaji 
Evropskih skupnosti.49 Pomembna pravica posameznika, ki jo direktiva določa, je tudi 
pravica do privolitve, ki pomeni, da lahko v primerih, kadar zakonodaja to omogoči, 
posameznik sam prostovoljno in zavestno dovoli, da se nekateri njegovi osebni podatki 
zbirajo, obdelujejo in hranijo pri upravljavcu.« (Lavrič, 2013, str. 201–202).    
»KonSEVOP temelji na spoštovanju temeljnih pravic in svoboščin posameznika kot fizične 
osebe in varstva njegove pravice do zasebnosti, Direktiva o varstvu posameznikov v zvezi 
z obdelavo osebnih podatkov in prostem pretoku takih podatkov (Direktiva 95/46/EC, z 
dne 24. oktobra 1995), pa jo nadgrajuje in razširja. Da bi imel posameznik možnost 
vplivanja na to, kako, kdaj in v kakšnem obsegu bodo informacije o njem posredovane 
drugim, je po Ustavi prepovedana uporaba osebnih podatkov v nasprotju z namenom 
njihovega zbiranja. Zbiranje, obdelovanje, namen uporabe, nadzor in varstvo tajnosti 
osebnih podatkov določa za predmet zakonskega urejanja in vsakomur daje pravico, da se 
                                        
47 Čebulj, J. v: komentar Ustave RS, str. 409. 
48 Postopki obdelave vključujejo: zbiranje, beleženje, urejanje, shranjevanje, prilagajanje, 
predelavo, iskanje, posvetovanje, uporabo, posredovanje s prenosom, širjenje, razpolaganje, 
kombiniranje, blokiranje, izbris in uničenje.    
49 Direktiva omogoča, da se naloge obdelave osebnih podatkov lahko od upravljavca prenesejo tudi 
na pogodbenega obdelovalca, ki je fizična ali pravna oseba, javni ali drug organ, in ni posameznik 
na katerega se osebni podatki nanašajo. 
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seznani z zbranimi osebnimi podatki, ki se nanašajo nanj, za primer zlorabe pa tudi 
pravico do sodnega varstva. Enake zahteve so vsebovane v KonVOP; poleg tega, da 
morajo biti osebni podatki pridobljeni in obdelani pošteno in zakonito, konvencija terja  
sprejem ukrepov, ki bodo zagotovili, da bodo osebni podatki shranjeni za določene in 
zakonite namene ter da se bodo obdelovali samo podatki, ki so ustrezni, primerni in niso 
pretirani glede na namen zbiranja (5. člen v zvezi s 4. členom).« (Čebulj & Žurej, 2005, 
str. 19–20). 
 »Konvencija (KonVOP) vsebuje posebno načelo o prepovedi obdelovanja določenih 
kategorij podatkov. Določa namreč, da se osebni podatki, ki kažejo na rasno poreklo, 
politična prepričanja, religiozna ali druga verovanja, kot tudi osebni podatki, ki se 
nanašajo na zdravstveno ali spolno življenje, ne smejo avtomatsko obdelovati, če 
nacionalna zakonodaja ne določa primerno varstvo. Isto velja tudi za osebne podatke, ki 
se nanašajo na kazenske (ob)sodbe.« (Čebulj & Žurej, 2005, str. 24–25).  
»Glede na naravo in predmet varovanja (osebni podatki) gre obravnavana pravica samo 
fizičnim osebam. Posameznik, ki uživa varstvo osebnih podatkov, je določena ali določljiva 
fizična oseba, na katero se nanaša osebni podatek. Osebni podatek je vsak podatek, ki 
kaže na lastnosti, stanja ali razmerja posameznika ne glede na obliko, v kateri je izražen. 
Fizična oseba je določljiva, če se lahko identificira na način, ki ne povzroča velikih stroškov 
ali ne zahteva veliko časa. Varstvo osebnih podatkov ne učinkuje le nasproti državnim 
organom, organom lokalnih skupnosti in nosilcem javnih pooblastil, temveč učinkuje tudi 
med zasebniki, to je civilnopravnimi osebami. Do omejitev oziroma posegov v varstvo 
osebnih podatkov lahko pride na dva načina. Prvi je obdelava osebnih podatkov, ki 
obsega zlasti zbiranje, procesiranje, uporabo in sporočanje, v nasprotju z načeli oziroma 
zahtevami Ustave in na njeni podlagi sprejete zakonske ureditve varstva osebnih podatkov 
in zakonske ureditve, ki na posameznem področju (npr. zdravstvo, notranje zadeve, 
policija, pravosodje, socialno varstvo, statistika ipd.) ureja obdelavo osebnih podatkov. 
Drugi način pa je poseg v pravice, ki jih zakonodaja daje posamezniku zaradi 
uresničevanja ustavne pravice do varstva osebnih podatkov. Posegi v varstvo osebnih 
podatkov iz 38. člena Ustave so po ustaljeni presoji Ustavnega sodišča dopustni, če so v 
skladu z načelom sorazmernosti. To pomeni, da mora biti omejitev potrebna in nujna za 
dosego ustavno legitimnega cilja (javna korist ali varstvo pravic drugih) ter v sorazmerju s 
pomembnostjo tega cilja. Dopustne so torej le v obsegu, ki prestane t. i. strogi test 
sorazmernosti. Enako merilo za omejitve vsebuje tudi EKČP v drugem odstavku 8. člena: 
državni in drugi oblastni organi smejo vanjo posegati le, če je to nujno v demokratični 
družbi, ker tako narekuje javna korist ali varstvo pravic drugih, posegi pa so določeni z 
zakonom.« (Čebulj & Žurej, 2005, str. 20–21). 
»Z direktivo 95/46/EC so bili vzpostavljeni standardi oziroma skupna pravila kakovosti 
obdelave osebnih podatkov za upravljavce podatkov v državah članicah. Pri tem je treba 
upoštevati: 1. da se podatke obdeluje pošteno in zakonito ter da so točni in ažurni; 2. da 
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so zbrani za določen, izrecen ter zakonit namen; 3. da so primerni, ustrezni in ne pretirani 
glede na namen, za katerega se zbirajo in obdelujejo; 4. da se podatki hranijo v obliki, ki 
omogočajo identifikacijo posameznika le toliko časa dokler je to zakonsko potrebno.« 
(Lavrič, 2013, str. 202). 
»Zahtevo same obdelave mora predpisati veljavni zakon države članice, sicer pa se glede 
na direktivo lahko osebni podatki obdelujejo le, če je podana privolitev posameznika, ali v 
primeru, ko je obdelava potrebna zaradi izvajanja pogodbenih obveznosti med 
posameznikom in stranko, če gre za potrebe varovanja ali zagotavljanja življenja 
posameznika in kadar je obdelava potrebna zaradi izvajanja nalog v javnem interesu 
(izvrševanje naloge javne oblasti) in v primeru drugih zakonskih interesov. Tako kot 
mednarodni dokumenti tudi ta direktiva prepoveduje obdelavo osebnih podatkov, ki se 
nanašajo na rasno ali etično razlikovanje posameznika, njegovo politično mnenje, versko 
ali filozofsko prepričanje, zdravstveno stanje ter spolno in drugo zasebno življenje, kar pa 
kot izjema ne velja takrat, kadar se posameznik sam odloči in privoli v obdelavo teh 
podatkov, ali ko za obdelavo podatkov, ke je potrebna zaradi izpolnjevanja legitimnih 
obveznosti na področju zaposlovanja, ko gre za varstvo življenjskih interesov posameznika 
n nekaterih drugih primerih.50« (Lavrič, 2013, str. 202–203). 
Direktiva 95/46/EC nalaga državam članicam izvajanje načela zavarovanja osebnih 
podatkov, ki je za udeleženke tudi zavezujoče, in sicer, da sprejmejo ustrezne varovalne 
ukrepe za varstvo osebnih podatkov, shranjenih v avtomatskih bazah podatkov, s katerimi 
se preprečuje naključno ali neposredno uničenje podatkov ali njihova izguba, kakor tudi 
nepooblaščen dostop, obdelava in širjenje teh podatkov.   
Načelo odprtosti in načelo o udeležbi ljudi, ki se odražata v štirih zahtevah, ki jih je 
potrebno upoštevati v oblikovanju ukrepov za varovanje podatkov v nacionalnih 
zakonodajah držav udeleženk. Te zahteve so v tem, da mora biti vsaki osebi omogočeno: 
da se seznani z obstojem posamezne avtomatske baze, ki vsebuje osebne podatke, 
njenimi nameni kot tudi sedežem upravljavca baze; da v razumnem času, brez večjih 
zamud in stroškov dobi potrdilo o tem, kateri podatki, ki se nanašajo nanj, so shranjeni v 
avtomatski bazi podatkov, kot tudi sporočilo o teh podatkih, ki mora biti v razumljivi obliki; 
da zahteva popravo ali izbris podatkov, če so bili obdelani v nasprotju z ukrepi, 
                                        
50 Če obdelavo podatkov izvaja organizacija (npr. društvo, politična stranka) samo za svoje lastne 
člane, kadar je posameznik podatke sam javno objavil in gre za možnost uveljavljanja pravnih 
zahtevkov zoper tako dejanje. Obdelava teh podatkov je izjemoma dovoljena za potrebe 
preventivne medicine, zdravstvene oskrbe ali zdravljenja osebe, in kadar te podatke na zakoniti 
podlagi obdeluje zdravstveni delavec. Omogoča se tudi obdelava podatkov evidenc o prekrških, 
kazenskih obsodbah ali izrečenih ukrepih, a le pod nadzorom uradnega organa z ustreznimi 
zaščitenimi ukrepi varovanja podatkov (glej 8. člen Direktive 95/46/EC).     
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vsebovanimi v nacionalni zakonodaji in s katerimi se zagotavlja učinkovanje temeljnih 
načel; da ima ustrezno sredstvo (zahtevo, pritožbo, ugovor), če zahtevi za potrdilo ali 
sporočilo, popravek ali izbris ni ustreženo.  
Načelo dopustitve izjem, kjer Direktiva 95/46/EC dopušča izjeme od do sedaj prikazanih 
načel samo v primerih, ki jih taksativno našteva in v okvirih, ki jih  določa. Okvir je 
zahteva, da so omejitve, ki se nanašajo na temeljna načela in iz njih izvirajoče pravice 
posameznika, dopustne le, kadar so predpisane v zakonu države udeleženke in ob 
upoštevanju vrednot demokratične družbe. V tem okviru so omejitve zaradi: zaščite 
državne in javne varnosti, monetarnih interesov države, zatiranja kriminala, zaščite 
dajalcev podatkov ali pravic in svoboščin drugih. Določene omejitve se lahko z zakonom 
določijo tudi glede pravic posameznika v zvezi s potrdilom, popravo ali izbrisom podatkov, 
vendar le zaradi uporabe avtomatskih baz podatkov, ki vsebujejo osebne podatke, za 
statistične in raziskovalne namene, vendar s pogojem, da ni nevarnosti za kršitev 
zasebnosti oseb, na katere se podatki nanašajo.  
Načelo odgovornosti nalaga državam udeleženkam, da v nacionalni zakonodaji določijo 
ustrezne sankcije in druga sredstva za primere kršitev ukrepov, sprejetih v okviru 
nacionalne zakonodaje za zagotovitev učinkovanja temeljnih načel varstva podatkov. 
Njegov namen je, da se v nacionalni zakonodaji določijo pravice in obveznosti 
upravljavcev in uporabnikov podatkov ter sankcije za primere kršitev.  
Načelo o široki razlagi določb: po tem načelu nobena od določb, ki se nanaša na temeljna 
načela, ne more biti razlagana kot omejujoča ali kot taka, da bi kadarkoli ovirala možnost 
državam udeleženkam, da zagotovijo posameznikom, na katere se nanašajo podatki, širše 
varstvo, kot je od te, ki je kot minimalno določeno z Direktivo. 
Načelo svobodnega pretoka podatkov: po teh določbah posamezna država udeleženka ne 
more samo zaradi doseganja namena varovanja osebnih podatkov prepovedati ali 
izpostaviti poseben avtorizacijski iznos osebnih podatkov prek nacionalnih meja na teritorij 
druge države udeleženke. Vsaka udeleženka lahko omeji prenos v tolikšnem obsegu, kot 
njena zakonodaja vsebuje posebne ureditve za določene kategorije osebnih podatkov ali 
avtomatskih zbirk podatkov, ki take podatke vsebujejo, zaradi narave teh kategorij 
podatkov ali zbirk. Tega pa ne more storiti, če zakonodaja druge udeleženke določa 
ekvivalentno varstvo (Čebulj & Žurej, 2005, str. 24–26).    
»Državni nadzorni organ naj bi zagotovil pregled varstva posameznikovih pravic in 
svoboščin, pri obdelavi osebnih podatkov, še pred sprejemom zakonov v nacionalnih 
zakonodajnih telesih držav članic. Podeljena ima naslednja pooblastila: preiskovalna 
pooblastila, za dostop do podatkov, ki sestavljajo vsebino postopkov obdelave, in 
pooblastila za zbiranje vseh informacij, ki so potrebna na izvajanje njegovih nadzornih 
nalog, učinkovita pooblastila za posredovanje, dajanje mnenj in zagotavljanje ustrezne 
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objave mnenj, odrejanje blokad, izbrisa ali uničenja osebnih podatkov, naložitve začasnih 
ali dokončnih prepovedi obdelav, opozarjanje ali opominjanje upravljavca ali za 
predlaganje zadev v parlament in druge politične institucije, pooblastila za sodelovanje v 
sodnih postopkih, kadar so kršene določene zakonodaje, sprejete sprejete v skladu s to 
direktivo, ali seznanitev sodnih organov s takimi kršitvami.« (Lavrič, 2013, str. 204).  
»Direktiva od vsake države članice zahteva, da sprejme pogoje obdelave osebnih 
podatkov v svojo nacionalno zakonodajo.« (Lavrič, 2013, str. 204).  
6.2.2 KONVENCIJA O VARSTVU POSAMEZNIKOV GLEDE NA AVTOMATSKO 
OBDELAVO OSEBNIH PODATKOV  
»Izhajajoč iz usmeritev Smernic OECD, je Svet Evrope leta 1981 sprejel Konvencijo o 
varstvu posameznikov glede na avtomatsko obdelavo osebnih podatkov (v nadaljevanju 
kratica KonSEVOP). Ta dokument tako predstavlja podaljšek 8. člena Evropske konvencije 
o varstvu človekovih pravic in temeljnih svoboščin, katerega namen je zagotoviti 
spoštovanje pravice do zasebnosti v zvezi z avtomatsko obdelavo osebnih podatkov 
posameznika. Gre za poseben instrumentarij, ki nalaga državam podpisnicam, da vlagajo 
načela te konvencije v svoj nacionalni pravni red (Lampe, 2004) in se z ratifikacijo 
zavežejo, da bodo zagotovile spoštovanje njenih določb v svojem pravu.« (Lavrič, 2013, 
str. 206–207). 
»Preambula KonSEVOP opredeljuje, da je cilj Sveta Evrope doseči večjo enotnost med 
članicami glede spoštovanja človekovih pravic in temeljnih svoboščin, širitev obsega 
varstva pravic in temeljnih svoboščin, še posebej pravice do spoštovanja zasebnosti, ob 
svobodnem pretoku osebnih podatkov čez državne meje. Njen namen je, da se na 
ozemlju vsake države pogodbenice (tako v javnem kot tudi v zasebnem sektorju) za 
vsakega posameznika, ne glede na državljanstvo in prebivališče, zagotovi spoštovanje 
pravic in temeljnih svoboščin, še posebej pravice do zasebnosti pri avtomatski obdelavi 
osebnih podatkov. Osebni podatek opredeli KonSEVOP kot katerokoli informacijo, ki se 
nanaša na določenega ali določljivega posameznika. Za temeljna načela varstva osebnih 
podatkov  KonSEVOP določa, da mora vsaka država članica v svoji nacionalni ureditvi 
prevzeti ukrepe, s katerimi se bo zaščitilo osebne podatke. Za vse podatke, ki se 
obdelujejo v avtomatiziranih procesih velja, da morajo biti pridobljeni in obdelani na 
pošten in zakonit način ter hranjeni le za določene in zakonite namene, in da jih ni 
dovoljeno uporabiti za druge namene. Zagotovljeno mora biti načelo kvalitete podatkov 
(biti morajo primerni, ustrezni in ne pretirani glede na namen, za katerega se hranijo, biti 
morajo točni in ažurni ter shranjeni v obliki, ki dopušča identifikacijo posameznika, na 
katerega se nanašajo, a le toliko časa, kot je potrebno). Podobno kot Direktiva 95/46/EC 
in Smernice OECD tudi KonSEVOP vsakemu posamezniku priznava pravico, da pridobi 
informacijo o obstoju posamezne zbirke osebnih podatkov, vključno z namenom zbiranja, 
pri upravljavcu podatkov. Ob tem ima pravico od upravljavca v razumnem času prejeti 
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informacijo o tem, kateri njegovi podatki so shranjeni v zbirki podatkov in njihov razumljiv 
izpis.  Posameznik ima tudi pravico do popravka ali izbrisa podatkov, če so obdelani v 
nasprotju z zakonom, v primeru zavrnitve zahteve za prejem zakonite informacije o 
obdelavi, popravku ali izbrisu podatka pa mu je zagotovljena tudi vložitev pravnega 
sredstva. Osebni podatki občutljive narave, ki se nanašajo na rasno poreklo, politična, 
verska ali druga prepričanja, na zdravstveno ali spolno življenje in kazenske obsodbe, se 
smejo avtomatsko obdelovati le, če nacionalna zakonodaja to posebej predpisuje. Izjeme 
take obdelave osebnih podatkov posameznikov po KonSEVOP so dopustne le, če so 
predpisane s posebnim zakonom države članice in ob upoštevanju temeljnih vrednot 
demokratične družbe, kot so: zaščita državne in javne varnosti, gospodarskih interesov 
države, zatiranje kriminala ter zaščita podatkov posameznika ali pravic in svoboščin 
drugih, kar je podobna norma, ki velja v Direktivi 95/46/EC in v Smernicah OECD. 
KonSEVOP države zavezuje, da v svoji ureditvi sprejmejo potrebne varnostne ukrepe za 
zaščito osebnih podatkov, shranjenih v avtomatskih zbirkah podatkov, s katerimi lahko 
preprečijo nepooblaščen dostop, uničenje podatkov, izgubo, obdelav in širjenje, pri tem 
pa določijo sankcije in pravna sredstva za kršitve določil zakonodaje, s katerimi upravljavci  
ne zagotavljajo uresničevanja temeljnih načel varstva osebnih podatkov. Tudi KonSEVOP 
pri avtomatski obdelavi spodbuja prost prenos osebnih podatkov čez državne meje. Pri 
tem določa, da lahko države članice v izrecno navedenih primerih omejijo prenos takih 
podatkov na ozemlje druge države pogodbenice, ne morejo pa ga enostavno prepovedati. 
Z namenom razreševanja teh primerov si države medsebojno pomagajo tako, da preko 
imenovanega državnega nadzornega organa za varstvo podatkov izmenjujejo informacije 
o pravni ureditvi in upravni praksi glede zaščite osebnih podatkov v državah članicah ter 
sprejmejo potrebne ukrepe glede avtomatske obdelave podatkov v svoji državi.« (Lavrič, 
2013, str. 207–208).  
6.2.3 LISTINA EU O TEMELJNIH PRAVICAH 
»Da bi se izognili težavam s pristojnostjo, si je Evropska Unija v zadnjem krajšem 
zgodovinskem obdobju, kot že rečeno, intenzivno prizadevala za temeljni akt, ki bi 
neposredno veljal v Evropski uniji in bi tudi Evropsko unijo ter njene članice obvezoval k 
spoštovanju človekovih pravic pod njeno jurisdikcijo in bi hkrati omogočal sodni nadzor 
Evropskega sodišča pravice (Sodišča Evropskih skupnosti) nad njihovim spoštovanjem. 
Leta 2000 je bila tako sprejeta Listina Evropske unije o temeljnih pravicah.« (Lampe, 
2010, str. 125–126).   
»Kljub temu Listina Evropske unije o temeljnih pravicah zdaj kot pravno zavezujoč 
dokument Evropske unije enotno ureja vse na ravni unije veljavne temeljne pravice: 
politične, državljanske, gospodarske, socialne in kulturne pravice. Listina Evropske unije o 
temeljnih pravicah ima 54 členov, ki so v večinoma povzeti iz Evropske konvencije o 
varstvu človekovih pravic in temeljnih svoboščin, in pravzaprav povzema pravice, 
opredeljene v pogodbah EU, sodni praksi Sodišča Evropskih skupnosti, mednarodnih 
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konvencijah, skupnih ustavnih tradicijah držav članic in stališčih evropskega parlamenta.« 
(Lampe, 2010, str. 127). 
»Listino Evropske unije o temeljnih pravicah je mogoče razumeti kot novodobno evropsko 
ustavo, ki v členu 7 določa, da ima vsakdo pravico do spoštovanja svojega zasebnega in 
družinskega življenja, stanovanja ter komunikacij, člen 8 pa opredeli varstvo osebnih 
podatkov na naslednji način:  
• da ima vsakdo pravico do varstva osebnih podatkov, ki se nanašajo nanj; 
• da se morajo osebni podatki obdelovati pošteno, za določene namene in na 
podlagi osebne privolitve posameznika ali na drugi podlagi, določeni z zakonom; 
• da ima vsakdo pravico dostopa do podatkov,  zbranih o njem, in pravico zahtevati, 
da se ti podatki popravijo. 
Spoštovanje teh pravil nadzirajo v državah članicah neodvisni nacionalni organi, na 
evropski ravni pa Evropski varuh človekovih pravic.« (Lavrič, 2013, str. 210).     
6.2.4 DIREKTIVA O OBDELAVI OSEBNIH PODATKOV IN VARSTVU 
ZASEBNOSTI NA PODROČJU ELEKTRONSKIH KOMUNIKACIJ 
(2002/58/EC) 
»Evropski parlament in Svet Evrope sta na predlog Evropske komisije leta 2002 sprejela 
Direktivo o obdelavi osebnih podatkov in varstvu zasebnosti na področju elektronskih 
komunikacij (v nadaljevanju Direktiva 2002/58/EC). Ta direktiva uveljavlja spoštovanje 
temeljnih človekovih pravic pri obdelavi osebnih podatkov uporabnikov, ki so bile priznane 
že v prejšnji direktivi na področju elektronskih komunikacij (97/66/EC), v veljavni Direktivi 
95/46/EC in v Listini o temeljnih pravicah Evropske unije. Cilj Direktive 2002/58/EC je, da 
se na področju elektronskih komunikacijskih storitev in digitalnih omrežij, v celotni 
Evropski uniji zagotovi enako raven varstva temeljnih pravic in svoboščin, zlasti pravica do 
zasebnosti pri obdelavi osebnih podatkov uporabnikov javno razpoložljivih elektronskih 
komunikacijskih storitev. Tako morajo države članice v svoji zakonodaji predpisati ukrepe 
varovanja zaupnosti sporočil in podatkov o prometu ter nepooblaščenim osebam 
prepovedati poslušanje, prisluškovanje, prestrezanje, nadziranje in shranjevanje 
komunikacij in sporočil ter z njimi povezanih podatkov, brez privoljenja uporabnika.  
Izjema pri tem je 15. člen direktive, ki upošteva ukrepe, nujne v demokratični družbi in 
primere, ko država predpiše namene, s katerimi zagotovi dokaz tržne transakcije ali 
katerekoli druge komunikacije. Operaterji so dolžni vse podatke o prometu svojih 
uporabnikov, ki so jih že obdelali in shranili, izbrisati ter anonimizirati, ko jih ne 
potrebujejo več. Direktiva v primeru zahteve naročnika za prejem razčlenjenega računa 
od njih zahteva, da na izpisku omogočijo zakritje zadnjih treh klicanih in kličočih 
telefonskih številk. Podatke o lokaciji uporabnikov, razen podatkov o komunikacijskem 
prometu, pa smejo operaterji obdelati šele po njihovi anonimizaciji ali ob privolitvi 
uporabnika, v obsegu, ki je potreben za izvedbo njihovih storitev dodane vrednosti. 
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Uporabniku mora biti tako kadarkoli omogočeno, da lahko zavrne ali prekliče zbiranje in 
obdelavo teh podatkov. Glede objave osebnih podatkov za potrebe javnega telefonskega 
imenika, države članice v zakonodaji opredelijo možnost, da se posameznik sam odloči ali 
bo te podatke dovolil objaviti, operaterji pa morajo uporabnike predhodno obvestiti o 
njihovi objavi v tiskanem ali elektronskem imeniku naročnikov. Naročniku priključka je s to 
direktivo zagotovljena možnost, da lahko na brezplačen in enostaven način pri ponudniku 
storitev kadarkoli prekliče neposredno trženje blaga ali storitev na njegov elektronski 
naslov oziroma poda za prejemanje takih komercialnih obvestil, svoje privoljenje.« (Lavrič, 
2013, str. 210–211). 
6.2.5 VARSTVO OSEBNIH PODATKOV – POGODBA O DELOVANJU EU 
»Evropska unija priznava pravico do varstva osebnih podatkov in njihov pretok med 
državami članicami ter institucijami in organi Evropske unije na najvišji ravni že v njenih 
ustanovnih aktih. Primer take ureditve varstva osebnih podatkov, ki velja v državah 
članicah in v institucijah ter drugih organih Evropske unije, je reformirana ustanovitvena 
Pogodba o delovanju Evropske unije, podpisana 13. decembra 2007 v Lizboni, kjer v 
zdajšnjem 16. členu določa, da je v Evropski uniji vsakomur zagotovljena pravica do 
varstva njegovih osebnih podatkov. Evropski parlament in Svet EU sta zadolžena, da po 
rednem zakonodajnem postopku določita pravila varstva fizičnih oseb pri obdelavi osebnih 
podatkov s strani evropskih institucij, organov, uradov in agencij v Uniji ter držav članic v 
okviru dejavnosti s področja uporabe prava Unije in ob prostem pretoku takih podatkov, 
kjer pa upoštevanje teh pravil nadzirajo neodvisni organi. 39. člen Pogodbe o Evropski 
uniji določa, da Svet EU sprejme sklep o določitvi posebnih pravil o varstvu fizičnih oseb, 
kadar države članice obdelujejo osebne podatke pri opravljanju dejavnosti s področja, ki 
se nanaša na skupno zunanjo in varnostno politiko in o prostem pretoku takih podatkov. 
Upoštevanje teh pravil nadzirajo nadzorni organi v državah članicah in tudi Evropski varuh 
človekovih pravic.« (Lavrič, 2013, str. 212).   
6.3 SMERNICE OZN GLEDE RAČUNALNIŠKO VODENIH ZBIRK OSEBNIH 
PODATKOV   
»Z namenom boljšega razumevanja varstva računalniško vodenih zbirk podatkov je 
Generalna skupščina Organizacije združenih narodov 14. Decembra 1990 sprejela 
Smernice OECD glede računalniško vodenih zbirk osebnih podatkov. Smernice določajo 
načela, ki jih morajo države članice zagotoviti v svojih nacionalnih zakonodajah. Ta načela 
so: 
• načelo zakonitosti in poštenosti: kjer podatke o posameznikih ni dovoljeno zbirati, 
nepošten ali jih nezakonito obdelovati, prav tako jih ni dovoljeno uporabljati v 
nasprotju s cilji in načeli Ustanovne listine Organizacije združenih narodov; 
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• načelo ažurnosti: osebe, odgovorne za urejanje in hrambo zbirk podatkov, so 
dolžne izvajati redne preglede ažurnosti in ustreznosti podatkov v zbirkah; 
• načelo namenske uporabe podatkov: namen, zaradi katerega se zbirka podatkov 
uporablja, mora biti določen, legitimen in mora omogočiti osebi, na katero se 
podatki nanašajo, da se lahko z njimi seznani; 
• načelo dostopa do podatkov: vsak ima na podlagi izkazane identitete pravico 
izvedeti, ali se v zvezi z njim obdelujejo podatki, in jih brez nepotrebnega 
odlašanja ali stroškov prejeti v razumljivi obliki, z vsemi popravki in izbrisi. 
Zagotovljena mu mora biti pravica do pravnega sredstva;  
• načelo nediskriminacije: podatkov, ki lahko povzročijo nezakonito ali samovoljno 
diskriminacijo, se ne sme obdelovati in združevati; 
• izjeme od načel: odstopanja od načel se lahko dovolijo, če je to potrebno zaradi 
zaščite nacionalne varnosti, javnega reda, zdravja ali morale, pravic in svoboščin 
drugih, še posebej preganjanih oseb. Odstopanja morajo biti zagotovljena in 
izrecno določena v zakonodaji in notranjem pravu držav članic; 
• načelo varnosti: sprejeti morajo biti potrebni ukrepi zaščite zbirk podatkov pred 
naravnimi nesrečami, naključnimi izgubami, uničenjem podatkov, ob nedovoljenih 
vstopih v sistem, zlorabah podatkov in okužbah z računalniškimi virusi; 
• načelo nadzora in sankcij: vsaka država v zakonodaji določi organ, odgovoren za 
nadzor nad spoštovanjem teh načel, ki mora biti nepristranski in neodvisen. Za 
primere kršitev določb nacionalne zakonodaje, kjer so predpisana ta načela, se 
predvidi kazenske sankcije in ustrezna pravna sredstva; 
• načelo čezmejnega prenosa podatkov: kadar zakonodaja dveh ali več držav pri 
čezmejnem prenosu podatkov zagotavlja primerljive zaščitne ukrepe varstva 
zasebnosti podatkov, se zagotovi neodvisen prenos le-teh. V kolikor ni 
vzpostavljenih medsebojnih zaščitnih ukrepov, omejitve prometa podatkov ni 
dovoljeno izvajati, razen če je to potrebno zaradi varovanja zasebnosti 
posameznika; 
področje uporabe načel: načela se uporabljajo za javne in zasebne računalniške 
zbirke podatkov, ob ustreznih prilagoditvah pa tudi za ročne zbirke podatkov. 
Določbe načel se uporabljajo tudi za zbirke pri pravnih osebah, zlasti kadar te 
vsebujejo osebne podatke posameznikov.«  
»Ta načela se uporabljajo tako za zbirke osebnih podatkov, ki jih vodijo mednarodne 
organizacije, kot tudi za zunanje namene in tretje osebe. Vsaka organizacija mora določiti 
organ, pristojen za nadzor nad upoštevanjem teh načel. Predvidena humanitarna klavzula 
določa, da se odstopanje od teh načel lahko predvidi posebej, ko gre za podatkovne 
zbirke s področja varovanja človekovih pravic in temeljnih svoboščin posameznika in v 
primerih humanitarne pomoči. Podobna odstopanja se zagotovi tudi v nacionalni 
zakonodaji za vladne mednarodne organizacije, kjer sedež sporazuma ne predvideva 
izvajanja navedene zakonodaje, pa tudi za nevladne mednarodne organizacije, za katere 
se te določbe uporabljajo.« (Lavrič, 2013, str. 208–210.     
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7 VARSTVO PRAVIC V SVETU EVROPE  
Ideja o združitvi Evrope zgodovinsko ni bila nova. Po drugi svetovni vojni so bili 
postavljeni jasni temelji, na katerih je Evropo resnično mogoče povezati. Najpomembnejša 
temelja sta načelo vladavine prava in spoštovanje človekovih pravic, kar se je najprej 
izrazilo v Svetu Evrope, in načelo carinske unije in ekonomske integracije. Sklenitev 
Statuta Sveta Evrope leta 1949 je zelo pomemben mejnik v procesu združevanja Evrope. 
Cilji Sveta Evrope so zasnovani in formulirani zelo široko. Poudarek je na vse večji 
enotnosti med državami članicami, z namenom zaščite in uresničevanja idealov in načel, ki 
spadajo v njihovo skupno dediščino ter omogočanje njihovega socialnega in ekonomskega 
napredka. Kasnejši razvoj je uveljavil dejavnosti na področju varstva človekovih pravic in 
vladavine prava kot najpomembnejšega sredstva za doseganje ciljev Sveta Evrope, s 
sedežem v Strasbourgu (Türk, 2007, str. 386).   
Svet Evrope, ki je bil ustanovljen leta 1949, s strani 10 držav članic, je postal po padcu 
berlinskega zidu pripravljen na širitev na vzhod. Sedaj ga sestavlja že 47 držav članic, kar 
pomeni približno 800 milijonov ljudi. Vse države članice morajo obvezno svojo zakonodajo 
uskladiti z evropsko, kar pomeni, da je članstvo v Svetu Evrope obvezno za vse države 
članice (Smith, 2012, str. 97).  
Svet Evrope je mednarodna organizacija in je sestavljena iz 47 držav Evropske unije. 
Ustanovljena je bila 5. maja 1949 z Londonskim sporazumom. Članica Sveta Evrope lahko 
postane vsaka evropska država, in sicer pod pogojem, da sprejema načela vladavine 
prava in jamči človekove pravice in temeljne svoboščine vsakomur, ki je pod njeno 
oblastjo. Eden številnih ukrepov Sveta Evrope je bil sprejem Evropske konvencije o 
človekovih pravicah (EKČP) leta 1950, ki je služila kot temelj za ustanovitev Evropskega 
Sodišča za človekove pravice (ESČP) (Informacijski urad SE, 2010).  
Svet Evrope je bil ustanovljen kot medvladna organizacija po drugi svetovni vojni. Njen 
prvotni cilj51 je bil okrepitev in izboljšanje človekovih pravic, demokracije, pospešitev 
družbenega razvoja in pravne države (FRA in ESČP, 2011, str. 12).   
                                        
51 Statut Sveta Evrope, I. poglavje, 1. člen: »Cilj Sveta Evrope je tesnejša povezanost med njegovimi 
članicami in zaščita ter nadaljnji razvoj idealov in načel, ki so njihova skupna dediščina, ter pospeševanje 
njihovega gospodarskega in družbenega napredka. Ta cilj bo Svet Evrope po organih Sveta z razpravami o 
vprašanjih, ki so skupnega pomena, s pogodbami in sprejemanjem skupnih akcij o gospodarskih, družbenih, 
kulturnih, pravnih, znanstvenih in administrativnih zahtevah kakor tudi z uresničevanjem in razvijanjem 
človekovih pravic in temeljnih svoboščin. Sodelovanje članic pri delu Sveta Evrope ne sme vplivati na njihovo 
sodelovanje pri delu Združenih narodov ter drugih mednarodnih organizacij in zvez, katerih članice so« (Zakon 
o ratifikaciji Statuta Sveta Evrope, 1993).   
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V statutu Sveta Evrope ni predvidena združitev delov nacionalne suverenosti, niti ni 
omenjeno prizadevanje po uniji. Svet Evrope sprejema odločitve pri vseh bistvenih 
vprašanjih po načelu soglasja, kar pomeni, da lahko vsaka država z vetom prepreči 
sprejetje odločitve. Enako velja tudi pri odločanju v Varnostnem svetu Združenih 
narodov52. Svet Evrope je po svoji zasnovi organ mednarodnega sodelovanja in je skozi 
desetletja delovanja sprejel številna konvencije na področju gospodarstva, kulture, 
socialne politike in prava. Najpomembnejša med njimi je Evropska konvencija o varstvu 
človekovih pravic in temeljnih svoboščin, ki je bila sprejeta 4. 11. 1950. Za države članice 
je bil s Konvencijo vzpostavljen minimalni standard za spoštovanje človekovih pravic in 
temeljnih svoboščin, kot tudi uveljavitev sistema pravnega varstva, ki organom kot sta 
npr. Evropska komisija za človekove pravice in Evropsko sodišče za človekove pravice v 
Strasbourgu omogoča, da v okviru Konvencije v državah članicah obsojajo kršitve 
človekovih pravic (Klaus-Dieter, 2011, str. 10–12).    
Pomembno delo Sveta Evrope so skrb za zaščito žrtev trgovine z belim blagom, ukvarjanje 
s fenomenom javnega spodbujanja k storitvam terorističnih dejanj, rekrutiranjem in 
usposabljanjem teroristov, boj proti nasilju v družini ter boj proti nasilju nad ženskami. 
Pogajanja o standardih so kompleksna. Pogosto skušajo najti ravnovesje med pomisleki 
glede zaščite človekovih pravic in varnosti. Pogajanja so bistvenega pomena, saj 
predstavljajo povezanost evropskih držav in vrednost človekovih pravic ter človekovega 
dostojanstva. Čeprav Svet Evrope ni vzpostavil na tem področju uradnih standardov, le-ta 
nadzira in pomaga  demokratičnemu razvoju ter dobremu upravljanju. Nadzor se deli med 
Odborom ministrov Sveta Evrope, Parlamentarno skupščino ter Kongresom lokalnih in 
regionalnih oblasti (Kleinsorge, 2010, str. 27–28).    
Za delo Sveta Evrope je človeška razsežnost bistvenega pomena. Če ljudje niso 
pripravljeni priznati njihove vrednosti, zakoni in institucije nimajo trdnih temeljev. Vodilni 
projekt Sveta Evrope je bil »Vsi drugačni – vsi enakopravni«, ki je bil zasnovan tako, da bi 
bil dosežen širok spekter sodelujočih z namenom zagotoviti vzdržljivost kulture 
demokratičnih in človekovih pravic in izkoreninjenje rasizma, antisemitizma, islamofibije in 
drugih oblik nestrpnosti (Kleinsorge, 2010, str. 28–29).     
                                        
52 Z Ustanovno listino ZN je bilo ustanovljenih šest glavnih organov Združenih narodov. Glavno odgovornost za 
ohranjanje mednarodnega miru in varnosti nosi Varnostni svet, ki se lahko sestane kadar koli je ogrožen mir. 
Vsi člani Združenih narodov so soglasni, da sprejemajo in izvršijo odločbe Varnostnega sveta, medtem ko 
drugi organi Združenih narodov dajejo priporočila državam članicam. Samo Varnostni svet ima to moč, da 
sprejema odločitve, ki so jih države članice dolžne izvajati v skladu z Listino. Varnostni svet se je prvič sestal 
17. 1. 1946 v Church Houseu (Westminster, London). Od svoje prve seje dalje ima Varnostni svet stalno 
rezidenco na sedežu Združenih narodov v New Yorku. Varnosti svet je prisoten tudi v mnogih drugih mestih 
(npr. seje Varnostnega sveta v Adis Abebi v Etiopiji leta 1972, v Panama Cityju v Panami in v Ženevi v Švici 
leta 1990). Predstavnik vsakega od članov ZN mora biti prisoten ves čas na sedeži ZN, tako da se lahko 
Varnostni svet sestane kadar koli je ogrožen mir (United Nations, 2014).   
 83 
 
 
Delovanja Evropske unije (v nadaljevanju EU) in njenih institucij ni mogoče omejiti na 
nacionalne zadeve in prav tako je ni mogoče omejiti na nacionalno zastopanje v 
mednarodnih organizacijah. EU je na eni strani simbol državnosti (simboli so 
državljanstvo, parlament in skupna monetarna politika), po drugi strani pa je EU simbol za 
skupni trg. EU deluje kot država, pri tem pa se mora podrejati nacionalnim politikam, 
predvsem pri skupni obrambni in varnostni politiki. EU nima pristojnosti na vseh področjih. 
EU je državna entiteta z voljenim parlamentom, ki je sestavljen iz poslancev po 
nacionalnem ključu (Čepič Vogrinčič, 2009, str. 47–48).  
Z delovanjem EU je povezano tudi delovanje Evropskega sveta, ki je nastal leta 1974 in z 
Maastrichtsko pogodbo, leta 1992, pridobil uradni status. Evropski svet je tako uradno 
dobil nalogo zagotavljanja zagona in splošnih političnih usmeritev za razvoj Unije. Z 
uradnim začetkom veljavnosti Lizbonske pogodbe, 1. 12. 2009, je Evropski svet postal ena 
od sedmih institucij Unije. Evropski svet oblikuje in sprejema splošne in politične 
usmeritve ter prednostne cilje Evropske unije, ki so nujno potrebni za njen razvoj. 
Poudariti je potrebno, da ne izvaja nobene zakonodajne funkcije (Urad Vlade RS za 
komuniciranje, 2013).  Evropski svet sestavljajo voditelji držav oz. vlad držav članic ter 
njihov predsednik in predsednik Komisije.  Visoki predstavnik Unije za zunanje zadeve in 
varnostno politiko sodeluje pri delu Evropskega sveta. Članom Evropskega sveta lahko pri 
njihovem delu pomaga tudi minister, predsedniku Komisije pa lahko pomaga član Komisije 
(Evropska unija, 2013). 
Evropski svet oblikuje splošne politične smernice in vse prednostne naloge EU. Evropski 
svet ne spada med zakonodajne institucije EU, zato se ne pogaja ali sprejema zakonodaje 
EU. Namesto tega določa politično agendo EU. Običajno jo določa s sprejetjem sklepov na 
zasedanjih Evropskega sveta, v katerih so opredeljena pereča vprašanja in nadaljnje 
ukrepanje (Evropski svet, 2014).  
7.1 SVET EVROPE ORGANIZACIJA 
Organi Sveta Evrope so Odbor ministrov, posvetovalna skupščina, sekretariat in kongres 
regionalnih in lokalnih organov. Politiko organizacije določa odbor ministrov. Prav tako 
odbor ministrov sprejema besedila konvencij, ki so predložena v sprejetje vladam držav 
članic in daje priporočila  vladam držav članic. Med pristojnimi odbori ministrov je zelo 
pomembna priprava mednarodnih konvencij in nadzor nad izvrševanjem odločitev na 
področju človekovih pravic, ki so postale najpomembnejše delovno področje Sveta 
Evrope. Posvetovalna skupščina je posvetovalni organ, ki je sestavljen iz delegacij članov 
parlamentov držav članic, njegova naloga pa je izdaja priporočil in resolucij. Kongres 
regionalnih in lokalnih organov Evrope je posvetovalni organ, ki predstavlja lokalne in 
regionalne oblasti. Med konvencijami Sveta Evrope je najpomembnejša Evropska 
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konvencija za zaščito človekovih pravic in svoboščin. Do sedaj ji je bilo dodanih štirinajst 
protokolov.53 Ta konvencija je vzpostavila mehanizem implementacije, v središču katerega 
je Evropsko sodišče za človekove pravice. To je najbolj razvit in učinkovit mednarodni 
mehanizem na področju varstva človekovih pravic in svoboščin danes (Türk, 2007, str. 
387).     
Svet Evrope se v svojem institucionalnem razvoju vse bolj usmerja k reševanju hujših 
problemov človekovih pravic. Usmerja se tudi k svetovanju vladam novih držav članic pri 
razvoju njihovih ustavnih sistemov in mehanizmov za varstvo človekovih pravic (Türk, 
2007, str. 388).    
Odbor ministrov Sveta Evrope je telo, v katerem Svet Evrope sprejema odločitve. Odbor 
ministrov sestavljajo zunanji ministri vseh držav pogodbenic, katerih seja poteka dvakrat 
na leto. V Strasbourgu pa seje stalnih predstavnikov potekajo enkrat na mesec. O politiki 
Sveta Evrope odloča Odbor ministrov. Le-ta pripravi program dela ter se redno posvetuje 
o predlogih Kongresa lokalnih in regionalnih oblasti ter Parlamentarne skupščine. Sklepi, ki 
so sprejeti so vključeni v evropske konvencije, sporazume in priporočila državam 
pogodbenicam. Parlamentarna skupščina, ki jo tvori 360 članov, od tega je 315 
predstavnikov in 315 namestnikov iz 47 držav članic in gostujoče delegacije držav, ki niso 
pogodbenice Sveta Evrope, je posvetovalno telo Sveta Evrope in obenem tudi njegova 
gonilna sila. Parlamentarna skupščina zaseda štirikrat na leto v Strasbourgu, njena 
priporočila Odboru ministrov pa sodijo med številne dosežke Sveta Evrope. Odločilno 
vlogo pri oblikovanju politike Sveta Evrope tvorijo razprave na Parlamentarni skupščini. 
Kongres lokalnih in regionalnih skupnosti je sestavljen iz 315 predstavnikov in 315 
njihovih namestnikov, ti pa zastopajo lokalne in regionalen oblasti držav pogodbenic. 
Kongres se sestaja enkrat letno na parlamentarnih zasedanjih v Strasbourgu. Njegov cilj 
pa je utrditi demokratične strukture na lokalnem nivoju (IDCSE, 2013). 
7.2 SVET EVROPE – INSTITUCIJE 
Svet Evrope, obsega 47 držav članic in zajema skoraj celotno področje evropske celine. 
Njegov sedež je v Strasbourgu. Ustanovljen je bil 5. maja 1949 in od takrat dalje si 
prizadeva za razvoj skupnih in demokratičnih načel po celi Evropi. Načela temeljijo na 
Evropski konvenciji o človekovih pravicah in drugih referenčnih besedilih, vezanih na 
varstvo človekovih pravic posameznikov in spodbujanjem demokratičnega upravljanja ter 
vladavine prava (Irish Human Rihgts Commission, 2014).  
                                        
53 Konvencija je bila sklenjena leta 1950. Njeni mehanizmi implementacije so se razvijali v več fazah, med 
katerimi je najpomembnejša sledila sklenitvi XI. protokola (leta 1994, v veljavi od leta 1998), s katerim je bila 
okrepljena vloga Evropskega sodišča za človekove pravice.  
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Slovenija je postala polnopravna članica Sveta Evrope 14. maja 1993. Svet Evrope je 
najstarejša mednarodna organizacija v Evropi, njegov temeljni cilj pa je ustvariti skupen 
demokratični in pravni prostor po vsej evropski celini ob spoštovanju človekovih pravic, 
demokracije in vladavine prava. Državni zbor Republike Slovenije je Konvencijo ratificiral 
31. maja 1994,  v veljavo pa je stopila  28. junija 1994, ko je Slovenija v Uradu 
generalnega sekretarja Sveta Evrope deponirala ratificirano listino (Urad predsednika 
Republike Slovenije, 2013). 
Najpomembnejša institucija Sveta Evrope je Evropsko sodišče za človekove pravice 
(ESČP). V okviru Sveta Evrope mu velja priznati status naddržavne institucije, ki je sicer 
organizacija meddržavnega sodelovanja. Sodna praksa ESČP vsakodnevno dokazuje in 
vpliva na minimalne standarde varstva človekovih pravic in temeljnih svoboščin, ki so 
zavezujoče za vse države članice. Države članice so dolžne izvrševati sodbe ESČP in v tem 
okvir tudi izplačati pravično zadoščenje in stroške prizadetim posameznikom. Države 
članice, da bi se v prihodnje izognile obsodbam, pogosto dograjujejo svojo notranjo 
normativno ureditev in sodno prakso v skladu s temi standardi (Ribičič, 2007, str. 19). 
7.3 SVET EVROPE – CILJI 
Svet Evrope je bil ustanovljen kot zahodnoevropska regionalna organizacija, ki razvija 
skupna in demokratična načela, ki temeljijo na EKČP in Evropski kulturni konvenciji. Cilji 
Sveta Evrope so jasni in temeljijo na demokraciji. Ti cilji so:  
• spodbujanje in uveljavljanje človekovih pravic, pluralistična demokracija in pravna 
država; 
• ozaveščanje ljudi in spodbujanje razvoja evropske kulturne prepoznavnosti ter 
raznolikosti; 
• najti skupne izzive in rešitve, s katerimi se srečujejo evropski državljani; 
• utrjevanje demokratične stabilnosti v Evropi s podporo politične zakonodaje in 
ustavne reforme. 
7.4 RAZLIKA MED SVETOM EVROPE, EVROPSKIM SVETOM IN SVETOM 
EU 
Svet Evrope ni del EU. Svet EU je mednarodna organizacija s sedežem v Strasbourgu. 
Njen temeljni namen je varstvo kulturne identitete, boj proti vsem oblikam diskriminacije 
in zlasti varstvo človekovih pravic, ki jih zelo učinkovito varuje v okviru Evropskega 
sodišča za človekove pravice. Svet Evrope je 5. maja 1949 ustanovilo deset evropskih 
držav, danes pa organizacija združuje že 46 evropskih in neevropskih držav. 
Evropski svet je najvišje politično telo EU. Vendar do uveljavitve evropske ustave še ne 
spada med institucije. Evropski svet sestavljajo predsedniki držav ali vlad držav članic EU, 
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na zasedanjih pa sodeluje tudi predsednik Evropske komisije. Zamisel o rednem 
sestajanju voditeljev držav članic na najvišji ravni je nastala na vrhunskem srečanju v 
Parizu leta 1974, formalno pa se Evropski svet prvič pojavi šele v 2. členu Enotnega 
evropskega akta, ki je začel veljati leta 1986. Sestaja se najmanj dvakrat letno pod 
predsedstvom države, ki je na čelu Sveta EU. Njegova temeljna naloga je zagotavljanje 
potrebnih spodbud za razvoj evropskih povezav in določanje splošnih političnih smernic. 
Svet EU (tudi Svet ministrov) je osrednja institucija EU, v kateri so zastopane vlade držav 
članic. Z Evropskim parlamentom si deli zakonodajno funkcijo in finančni nadzor nad 
delovanjem institucij (Slovensko predsedstvo EU 2008, 2008). 
7.5 ESČP  
Evropsko sodišče za človekove pravice (v nadaljevanju ESČP ali Sodišče) je bilo 
ustanovljeno leta 1959 na podlagi Evropske konvencije o človekovih pravicah (v 
nadaljevanju EKČP ali Konvencija). ESČP je tudi mednarodno sodišče. Zaradi sprememb v 
EKČP leta 1988, je kot nadomestilo dveh institucij, ki ju je Konvencija določala prej, bilo 
ustanovljeno enotno stalno Evropsko sodišče za človekove pravice. ESČP je neposredno 
dostopno posameznikom, njegova pravna moč pa je obvezujoča za vse vpletene. ESČP 
odloča o individualnih in državnih pritožbah glede domnevnih kršitev državljanskih in 
političnih pravic, ki so določene z EKČP. Prvi člen splošne deklaracije človekovih pravic 
pravi, da so človekove pravice temelj človekovega dostojanstva in njegove svobode. V 
drugem delu pa prav tako navaja, da sta človekov razum in vest tista, ki ga morata voditi 
pri uresničevanju človekovih pravic. Človekove pravice so vir svobode in sožitja kadar so 
spoštovane in razumljene kot temelj človekovega dostojanstva. Lahko pa so tudi zelo 
hudo orožje, če se nahajajo v rokah kršitelja, ki močno prizadene posameznikovo 
osebnost in svobodo, kadar njegove pravice niso spoštovane oz. priznane, kadar je 
diskriminiran in kadar mu ni priznano njegovo človeško dostojanstvo. Države članice Sveta 
Evrope so sprejele vrsto protokolov k EKČP. Njihov namen je bil izboljšati in okrepiti 
nadzorne mehanizme Sodišča. Protokol št. 11 h Konvenciji je leta 1998 nadomestil 
prvotno dvotirno strukturo, ki obsega Sodišče in Komisijo za človekove pravice. S to 
spremembo je prenehala funkcija Komisije, ki je tako omogočila prosilcem, da svoje 
primere vložijo neposredno na Sodišče. Naslednja velika reforma je bila sprememba 
nadzornega sistema Konvencije, ki je usmerjena v obravnavanje izredno velikega števila 
vlog, zaostanka in preobremenjenosti Sodišča. Ta reforma je bila sprejeta leta 2010 
skupaj z začetkom veljavnosti Protokola št. 14. Ta protokol je mandat sodnikov podaljšal 
na devet let in uvedel določene spremembe pri organizaciji Sodišča (European Court of 
Human Rights, 2014, str. 9).  
Protokol št. 14 h Konvenciji je bil sprejet  na ministrskem zasedanju Sveta Evrope 13. 
maja 2004. Slovenija je protokol št. 14 ratificirala 29. junija 2005 (Ur. list RS št. 49/05).  
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ESČP poudarja, da je najustreznejša rešitev za težave, povezane s predolgim trajanjem 
postopkov, preprečevanje težav in njihovo odpravljanje. Izhajajoč iz tega, je EKČP za 
učinkovitost pravosodja ali European Commission fot the Efficiency of Justice54 (v 
nadaljevanju: CEPEJ) sprejela Zbornik najboljših praks za časovno upravljanje postopkov. 
Zbornik definira in uvaja pojem predvidljivega in optimalnega časa, ki je potreben za 
rešitev primera. Ta časovni okvir predstavlja operativni in med oddelčni instrument, ki je 
namenjen za merljivost cilja (Roghină, 2012, str. 52). 
7.5.1 NALOGA ESČP 
Bistvena naloga ESČP je, da države članice spoštujejo in zagotavljajo spoštovanje 
človekovih pravic in temeljnih svoboščin, ki so zapisane v Konvenciji, tako svojim 
državljanom, kot tudi drugim znotraj njihove jurisdikacije, ne glede na spol, državljanstvo, 
raso, veroizpoved ali drugo okoliščino. V ta namen ESČP obravnava pritožbe 
posameznikov in meddržavne pritožbe. Kadar je država pogodbenica kršila pravice iz 
Konvencije, Sodišče o kršitvi izreče sodbo, ki je zavezujoča. Poglavitna naloga Odbora 
ministrov Sveta Evrope je opravljanje nadzora držav pogodbenic nad izvrševanjem sodb 
Sodišča (Teršek, 2004, str. 31). 
7.5.2 PRAKSA ESČP 
Države članice, podpisnice EKČP, sprejemajo jurisdikacijo ESČP kot del evropskega 
ustavnega sodišča za varstvo človekovih pravic in temeljnih svoboščin. ESČP v svoji sodni 
praksi razlaga in interpretira EKČP, ki ima značaj živega dokumenta, ob tem pa ustvarja 
minimalne standarde varstva temeljnih človekovih pravic in svoboščin. Sodbe ESČP, kot 
najvišjega sodnega organa, ki so ga države članice Sveta Evrope potrdile s sprejemom 
EKČP, opozarjajo na vedno večje število kršitev, ki se na nanašajo na človekove pravice in 
temeljne svoboščine (Teršek, 2004, str. 34). 
Sodniki ESČP poudarjajo, da je kljub starosti EKČP potrebno določbe EKČP pogledati z 
nove, današnje perspektive in problematiko razumeti na sedanji novodobni način in temu 
primerno razlagati tudi odločitve. Po letu 2000, zaradi globalizacije, velikih družbenih 
sprememb,  zaradi novih oblik organiziranega kriminala, so priznane človekove pravice in 
temeljne svoboščine vse bolj ogrožene55.      
 
                                        
54 Evropska komisija za učinkovitost pravosodja ali CEPEJ je bila ustanovljena 18. 9. 2002 z Resolucijo Res 
(2002)12 Odbora ministrov Sveta Evrope. Cilj komisije je izboljšanje učinkovitosti in delovanja pravosodja v 
državah članicah in razvoj izvajanja instrumentov, ki jih je sprejel v ta namen Svet Evrope (Council of Europe, 
2013). 
55 Lastno mnenje. 
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8 VARSTVO ČLOVEKOVIH PRAVIC V EVROPSKI UNIJI  
EU se je močno osredotočila na EKČP. Konvencijo omenja kot sredstvo za pozitivne 
ukrepe, kot so dialogi, financiranje in spremljanje kršitev človekovih pravic in svoboščin 
ter demokratičnih načel. O človekovih pravicah razpravlja v okviru političnega dialoga in 
omogoča nemoten potek med državami pogodbenicami (Bartels, 2005, str. 123).  
Sodišče EU in ESČP pogosto utegneta biti pristojni za odločanje v isti zadevi. Kljub temu, 
da ja  vloga obeh sodišč načeloma različna in sta tudi ustanovljena v okviru različnih 
regionalnih organizacij, obe sodišči razsojata o kršitvi človekovih pravic in temeljnih 
svoboščin, posebno po tem, ko je Evropska skupnost uvrstila človekove pravice med svoje 
varovane vrednote. 
8.1 SODIŠČE EVROPSKE UNIJE 
Sodišče Evropske unije (v nadaljevanju Sodišče EU) je institucija, ki na podlagi I-29. člena 
zagotavlja spoštovanje pri uporabi in razlagi PEU. Kot Sodišče Evropskih skupnosti je bilo 
ustanovljeno s Pogodbo o Evropski skupnosti za premog in jeklo leta 1952. S pogodbama 
o Evropski skupnosti in Evropski skupnosti za atomsko energijo je leta 1958 postalo 
pristojno za reševanje sporov s področij štirih temeljnih svoboščin in konkurenčnega prava 
ter sporov, ki zadevajo atomsko energijo. Sodišče si je pridobilo avtoriteto s sodbami, v 
katerih je postavilo nekatera temeljna načela prava EU, ki pred tem niso bila zapisana v 
aktih EU. To so bila npr. načela prevlade, neposrednega učinka prava Evropske skupnosti 
in odškodninske odgovornosti države članice za škodo zaradi kršitev tega prava. Leta 1989 
je bilo zaradi nenehnega povečevanja zadev v okviru Sodišča Evropskih skupnosti 
ustanovljeno Sodišče prve stopnje, ki je reševalo predvsem tožbe posameznikov in 
gospodarskih subjektov s področij sporov uslužbencev EU, intelektualne lastnine in  
konkurence. PEU preimenuje Sodišče Evropskih skupnosti v Sodišče EU, ki predstavlja 
splošno ime za institucijo, ki jo na podlagi I-29. člena PEU sestavljata Sodišče in Sodišče 
splošne pristojnosti, h kateremu so dodana tudi specializirana sodišča. Ta so v tem 
sistemu prvostopenjska sodišča in namenjena reševanju tožb z določenih področij, kot 
npr. spori uslužbencev EU, intelektualna lastnina ipd. Zoper njihove odločbe je glede 
pravnih vprašanj mogoča pritožba na Sodišče splošne pristojnosti, ki je v teh primerih 
pritožbeno sodišče. Zoper odločitve Sodišča splošne pristojnosti je v določenih primerih 
dovoljena pritožba na Sodišče. V tem primeru ima Sodišče lahko vlogo pritožbenega 
sodišča in prvostopenjskega sodišča. Zoper odločbe Sodišča pritožba ni dovoljena. 
Odločbe postanejo pravnomočne z dnem razglasitve na javni obravnavi. Sodišče rešuje 
najpomembnejše in najzahtevnejše spore v EU. PEU mu je priznala primat nad drugima 
dvema sodiščema z »a priori« pristojnostjo reševati spore med institucijami EU in spore, 
kjer ta nastopajo kot tožeča stranka. Sodišče je pristojno tudi za odločanje o predlogih, ki 
mu jih v predhodno odločanje predložijo nacionalna sodišča. PEU pa Sodišču splošne 
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pristojnosti podeljuje drugačen položaj. To odloča o tožbah pravnih in fizičnih oseb, razen 
na tistih področnih, ki so prenesena na specializirana sodišča. Odloča tudi o tožbah držav 
članic, razen ko gre za prepis, sprejet po rednem zakonodajnem postopku. V tem primeru 
je za odločanje pristojno  Sodišče. Temeljni pravni viri za vsa tri sodišča so PEU, statut 
Sodišča in Sodišča splošne pristojnosti in poslovnik vsakega od teh sodišč (Brozina, 2005, 
str. 105-106).      
»Sodišče EU je, upoštevajoč ustavno tradicijo, tradicijo držav članic in Evropsko 
konvencijo o človekovih pravicah in Listino Evropske unije o temeljnih pravicah, razvila 
bogato in enotno sodno prakso, ki je varovanje človekovih pravic priznala kot splošno 
načelo.« (Bohinc, 201, str. 82).     
Sodišče Evropske unije je pristojno za razlago prava EU.  S tem zagotavlja njegovo enako 
uporabo v vseh državah članicah EU. Pristojno je tudi za reševanje pravnih sporov med 
državami članicami in institucijami EU. Na Sodišče EU se lahko obrnejo tudi organizacije, 
podjetja in posamezniki, če menijo, da je določena institucija EU kršila njihove pravice 
(Evropa, 2010). 
8.1.1 SESTAVA 
Sodišče EU sestavlja po en sodnik iz vsake države članice EU. Sodišču pomaga devet 
generalnih pravobranilcev, njihova naloga pa je podati pravno mnenje o zadevah, ki so 
predložene Sodišču EU. Njihovo delo mora biti javno in nepristransko. Sodnike in 
generalne pravobranilce imenujejo države članice EU za dobo šest let z možnostjo 
ponovnega imenovanja. Zato, da bi Sodišče EU hitreje in uspešneje reševalo številne 
predložene zadeve in zaradi boljše pravne zaščite državljanov, je EU ustanovila Splošno 
sodišče, ki je pristojno za obravnavo tožb fizičnih oseb, podjetij in nekaterih organizacij ter 
zadev, povezanih s konkurenčnim pravom (Evropa, 2010). 
Sodišče za uslužbence Evropske unije razsoja v sporih med EU in njenimi uslužbenci 
(Evropa, 2010). 
8.1.2 VRSTE POSTOPKOV 
Sodišče EU odloča o zadevah, ki se mu predložijo. Najpogosteje odloča po petih različnih 
postopkih (Evropa, 2010): 
1. Postopek predhodnega odločanja –  sodišče države članice se obrne na Sodišče EU 
s prošnjo za razjasnitev določenega vidika prava EU. Nacionalna sodišča so 
odgovorna za pravilno uporabo zakonodaje EU v državah članicah. Pri tem pa 
obstaja nevarnost, da bodo sodišča v različnih državah različno razlagala 
zakonodajo EU. Da bi se temu izognili, je Sodišče uvedlo »postopek predhodnega 
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odločanja«, kar pomeni, da nacionalno sodišče v primeru kakršnihkoli dvomov 
glede razlage ali veljavnosti zakonodaje EU, zaprosi Sodišče EU za nasvet.  
2. Tožba zaradi neizpolnitve obveznosti – postopek zoper državo članico zaradi 
neizpolnjevanja prava EU. Komisija lahko sproži postopek zaradi neizpolnitve 
obveznosti, če meni, da država članica ne izpolnjuje svojih obveznosti v skladu z 
zakonodajo EU. Takšen postopek lahko sproži tudi druga država članica EU. V 
obeh primerih Sodišče trditve prouči in izda sodbo. Če je država spoznana za krivo, 
mora nepravilnosti nemudoma odpraviti. Če Sodišče ugotovi, da zadevna država 
članica ni izvršila njegove sodbe, ji lahko naloži plačilo denarne kazni. 
3. Ničnostna tožba – vloži se zoper predpis EU, za katerega se meni, da krši pogodbe 
in temeljne pravice EU. Če katera koli država članica EU, Svet, Komisija ali (v 
nekaterih okoliščinah Evropski parlament) menijo, da je določen predpis EU 
nezakonit, lahko od Sodišča zahtevajo, da ga razglasi za ničnega. Ničnostno tožbo 
lahko vložijo tudi posamezniki, ki želijo, da Sodišče razglasi za ničnega določen 
predpis, ker ta neposredno in škodljivo vpliva nanje kot posameznike. Če Sodišče 
ugotovi, da zadevni predpis ni bil sprejet pravilno ali da nima podlage v pogodbah, 
ga lahko razglasi za ničnega in neveljavnega.  
4. Tožba zaradi nedelovanja – postopek zaradi nedelovanja institucije EU oz. 
nesprejemanja določenih odločitev. Po Pogodbi EU morajo Evropski parlament, 
Svet in Komisija v določenih okoliščinah sprejemati odločitve. Če tega ne storijo, 
lahko države članice, druge institucije EU in v nekaterih okoliščinah tudi 
posamezniki ali podjetja, vložijo na Sodišče pritožbo, da se to nedelovanje uradno 
zabeleži. 
5. Pritožba – fizična oseba, podjetje ali organizacija se lahko pritoži zoper ukrep ali 
odločitev EU.  Katera koli oseba ali podjetje, ki utrpi škodo zaradi delovanja ali 
nedelovanja EU ali njenih uslužbencev, lahko pri Splošnem sodišču vloži tožbo za 
povrnitev škode.     
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9 POVEZAVA MED SODIŠČEM EU IN ESČP  
9.1 SPLOŠNO  
Namen ESČP je ugotavljanje konkretnih kršitev človekovih pravic in svoboščin, medtem ko 
Sodišče EU skrbi in nadzira, da je v vseh državah članicah pravo enotno uporabljeno ter 
spoštovano. Odnos med sodiščem EU in ESČP se je spremenilo na naslednja dva načina 
(Lock, 2009, str. 45):  
1. z veljavo Listine EU in  
2. po pristopu Evropske skupnosti k EKČP. 
 
V Strasbourgu poskušajo ob izredni preobremenjenosti izkoristiti dejstvo, da je v letu 2010 
začel veljati Protokol št. 14 k EKČP (po zavlačevanju ratifikacije v Rusiji), ki omogoča 
učinkovitejšo selekcijo zadev, ki si ne zaslužijo meritorne obravnave. V Luksemburgu se 
bodo od sedaj dalje varstvu človekovih pravic posvečali bolj intenzivno zaradi ratifikacije 
Lizbonske pogodbe, s katero je postala Listina EU o temeljnih pravicah pravno zavezujoča, 
EU pa sprejema obveznost, da bo pristopila k EKČP.56 Primerjava katalogov človekovih 
pravic in temeljnih svoboščin pokaže, da pravice v Lizbonski pogodbi nimajo enako 
pomembnega mesta, kot to velja za Ustavo in za EKČP. Listina EU o temeljnih pravicah je 
celo izločena iz same pogodbe, ki pa vendarle določa njeno zavezujočo pravno moč. 
Vsebinsko je katalog pravic v Listini (2000), precej sodobnejši, kot to velja za EKČP (1950) 
in delno tudi za Ustavo (1991); posebno težo daje varstvu osebnih podatkov, pravici do 
pribežališča in pravici do upravljanja. Znano je, da je Listina nastala ob upoštevanju ne le 
EKČP ampak tudi bogate judikature ESČP. Vsa tri obravnavana sodišča so pristaši 
ekstenzivne, ustvarjalne in razvojne razlage dokumentov, na podlagi katerih delujejo. Pri 
ESČP in Ustavnem sodišču je mogoče govoriti o njunem pozitivnem aktivizmu v korist 
varstva človekovih pravic, pri tretjem, Sodišču EU, pa je aktivizem bolj povezan z 
ustvarjalno in razvojno razlago prava EU v razmerju do nacionalnega prava. Tako 
                                        
56 O težavah, ki izvirajo iz vzporedne uporabe treh katalogov človekovih pravic, je na Dnevu ustavnosti 18. 12. 
2009 na Ustavnem sodišču govoril predsednik Sodišča EU Vassilios Skouris. Poudaril je spoštovanje visokih 
standardov varstva človekovih pravic pred Sodiščem EU, pomen Lizbonske pogodbe in zavezujoče narave 
Listine EU o temeljnih pravicah, pa tudi tiste primere, glede katerih je ESČP ugotovilo spoštovanje minimalnih 
standardov varstva pravic EU. Iz njegovega govora je zaznati zaskrbljenost, da bi razlike pri vzporedni razlagi 
standardov varstva pravic, zapisanih v nacionalnih ustavah, Listini temeljni pravic in v EKČP vodile do 
konfliktov in zastojev na tem področju. Možnost nastanka težav zmanjšuje dejstvo, da tako Listina temeljnih 
pravic kot EKČP in nacionalne ustave izhajajo od tega, da naj se uporablja tista ureditev, ki zagotavlja višjo 
raven varstva pravic. ko gre za odnos med nacionalnim pravom in pravom EU, je verjetnost zapletov po 
mnenju predsednika Skourisa manjša zaradi načela o primarni uporabi prava EU in zato, kr nacionalna sodišča 
sprožajo postopek predhodnega vprašanja pred Sodiščem EU. V prihodnosti bo mogoče zaplete reševati z 
nadaljevanjem uspešnega sodelovanja med evropskima sodiščema.    
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delovanje treh sodišč je še posebej izrazito takrat, kadar iz različnih razlogov ne prihaja do 
sprejemanja pravnih aktov, na podlagi katerih delujejo, zaradi česar je logično, da 
pogosteje posegajo v »zakonodajno« funkcijo in vsebinsko dograjujejo te akte. 
Medsebojna razmerja med takimi vrhovnimi sodnimi institucijami so občutljiva in 
zapletena. Ustavno sodišče je v razmerju do ESČP podrejeno, če in kolikor gre za 
(ne)spoštovanje minimalnih standardov varstva pravic iz EKČP; v razmerju do Sodišča EU 
pa, če in kolikor gre za razlago prava EU. V nobenem primeru pa ta razmerja ne ogrožajo 
aktivne in ustvarjalne vloge Ustavnega sodišča pri razlagi Ustave nasploh in njenih določb 
o pravicah in svoboščinah posebej (Ribičič, 2010, str. 109–110).    
9.2 RAZMERJE MED SODIŠČEM EU IN ESČP  
Obe najpomembnejši evropski sodišči sta v preteklosti najprej delovali precej eno mimo 
drugega. ESČP se je vse bolj uveljavljalo kot najpomembnejši varuh človekovih pravic v 
Evropi in izven njenih meja, medtem ko je sodišče v Luksemburgu prispevalo h 
kontinuirani graditvi Evropske unije, še zlasti na ekonomskem področju in tudi v obdobjih, 
v katerih se je zdelo, da politični odnosi med državami članicami povzročajo stagnacijo 
Evropske unije. Sodišče EU se je pozneje začelo v veliki meri ukvarjati tudi z varstvom 
človekovih pravic. V zadnjem obdobju pa je prihajalo tudi do vsakoletnih srečanj in 
razprav med sodniki obeh evropskih sodišč ter njunega vzajemnega upoštevanja. V času 
priprav Ustave za Evropo in Lizbonske pogodbe je bilo veliko opozoril, da se mora EU 
odločiti, ali bo podelila Listini EU o temeljnih pravicah značaj pravno zavezujočega 
dokumenta, ki ga bo suvereno razlagalo  Sodišče EU, ali pa se bo odločila za pristop k 
EKČP. Oboje hkrati naj ne bi bilo najboljše zato, ker lahko vodi do konfliktov in blokad. 
Tovrstna opozorila so prihajala zlasti iz Velike Britanije, kjer so se bali rešitev, ki bi lahko 
vodile do različne razlage na področju varstva pravic in nepotrebnih konfliktov med 
Evropsko unijo in Svetom Evrope oz. med ESČP in Sodiščem EU. Tudi iz Sodišča EU so 
prihajala dokaj zgodnja opozorila, da lahko pride do globokih razlik v razlagi EKČP in 
Listine EU o temeljnih pravicah na škodo učinkovitega varstva človekovih pravic (Ribičič, 
2010, str. 122).  
Pred sprejemom Lizbonske pogodbe so se pojavila opozorila, da je treba pristop k EKČP 
izpeljati tako, da ne bo prizadeto dostojanstvo, prestiž in pristojnosti organov Evropske 
unije in še zlasti Sodišča EU. Tako je bil sprejet dodatni Protokol VIII k Lizbonski pogodbi, 
ki poudarja, da pristop k EKČP ne sme povzročiti sprememb glede pristojnosti in 
medsebojnih razmerij med organi EU. Po uveljavitvi obeh dokumentov, brez katerih 
pristop Evropske unije k EKČP ne bi bil mogoč  (Lizbonske pogodbe in protokola št. 14 k 
EKČP), je bilo zaznati opozorila o tem, da je treba izpeljati pristop k EKČP na zelo previden 
in premišljen način, ki bi v največji meri preprečeval nastanek konfliktov in zamer med 
najvišjima evropskima sodiščema. Pristop k EKČP, h kateremu se je zavezala EU, je zelo 
velikega pomena za ESČP in za enotno usklajeno varstvo človekovih pravic v vseh 
evropskih državah. Če bi se EU odločila, da bo razvijala evropsko varstvo človekovih pravic 
posebej in ločeno za svoje članice, bi ESČP slej ko prej postalo periferna institucija, 
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pristojna le za tisti del evropskih držav, ki ne bi bile članice EU. Na ta način bi prišlo do 
Evrope dveh hitrosti na področju varstva človekovih pravic. Glede na tako velik pomen 
pristopa EU k EKČP ne bi smelo biti znotraj Sveta Evrope nobene neučakanosti pri iskanju 
čim boljšega načina uresničitve tega pristopa. Po drugi strani se je EU sama obvezala k 
pristopu, zaradi česar ni več poti nazaj. Pojavlja se le vprašanje kateri način pristopa je 
najbolj skladen s posebno naravo EU in Sodišča EU v Luksemburgu. Pristop k EKČP mora 
uresničiti vsaj dvoje, in sicer: (1) organi EU bodo odslej vezani na minimalne standarde 
varstva pravic iz EKČP (kot jo razlaga ESČP) in (2) ohraniti je treba specifično vlogo in 
avtoriteto EU nasploh in luksemburškega sodišča posebej. Zato ni dobro, da so iz Sveta 
Evrope prihajali predvsem predlogi, ki jih je vodil bolj ali manj samo prvi cilj, iz Sodišča EU 
pa pomisleki zoper takšne predloge. EU pričakuje, da bo dobila svojega sodnika v ESČP, ki 
bo podobno kot to velja za nacionalne sodnike, kadar ESČP obravnava tožbo zoper eno ali 
več držav članic, pojasnjeval genezo prava EU in posebnosti sodne prakse Sodišča EU. 
Prav tako je smiselno, da se uredi delovanje Odbora ministrov Sveta Evrope tako, da bo v 
njem enakopravno zastopan predstavnik EU, kadar bo ta odbor obravnaval uresničevanje 
tistih sodb ESČP, ki se bodo nanašale na kršitve konvencijskih pravic s strani organov EU. 
Smiselno je tudi tretje opozorilo, ki pravi, da morajo biti medsebojna razmerja urejena 
tako, da ne bo prihajalo do nepotrebnih zapletov in konfliktov med predstavniki EU in 
tistimi članicami Sveta Evrope, ki niso obenem članice EU. Edino kar bi bilo lahko sporno, 
je, če bi postavljanje takšnih in drugačnih zahtev (upravičenih) služilo temu, da bi 
zavlačevali z realizacijo ali celo ponovno odpirali vprašanje smiselnosti pristopa EU k 
EKČP. Strasbourško sodišče lahko z doseženim sporazumom samo pridobi, EU pa tudi ne 
more več odlašati s pristopom, ki ga zapoveduje Lizbonska pogodba.  
Avtor dr. Ribičič je mnenja, da ne bi bilo prav postaviti EU v smiselno enak položaj, kot ga 
imajo v razmerju do EKČP in ESČP države članice Sveta Evrope. EU ni nacionalna država 
in jo sestavljajo evropske države, ki predstavljajo večino članic Sveta Evrope, zato bi 
veljalo njene domnevne kršitve konvencijskih pravil obravnavati na poseben način. Avtor 
predlaga, da bi postopek potekal na naslednji način: vsakdo, ki je mnenja, da so mu bile 
kršene konvencijske pravice, mora zoper te kršitve sprožiti razpoložljiva pravna sredstva, 
ki jih ima vse do Sodišča EU. Kadar bi se pred tem sodiščem odprlo vprašanje razlage 
EKČP, bi Sodišče EU pred meritornim odločanjem sprožilo postopek predhodnega 
vprašanja, s katerim bi zahtevalo od ESČP, da poda avtentično razlago konvencije. Na 
podlagi take odločitve ESČP bi potem Sodišče EU odločilo v sporu, pri čemer bi bilo seveda 
vezano na razlago EKČP iz odločitve ESČP. Takšen postopek bi preprečil, da bi bila EU 
obsojena pred ESČP zaradi kršitve minimalnih standardov varstva pravic, kar bi lahko 
imelo zanjo pomembne materialne in moralne  posledice. Navedeni postopek obravnave 
konkretnih primerov v končni konsekvenci bi vodil do zanesljivega varstva konvencijskih 
pravic in ustreznega moralnega in materialnega zadoščenja, kadar bi bile ugotovljene 
kršitve EKČP. Opozoriti je potrebno, da tudi v razmerju do nacionalnih držav ESČP ne 
more razveljaviti ali celo nadomestiti odločitev nacionalnih sodišč, temveč se mora omejiti 
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na ugotovitev o kršitvi konvencijske pravice in na določitev pravičnega zadoščenja zaradi 
te kršitve. Avtor dr. Ribičič navaja, naj bo pristop EU k EKČP izpeljan vsestransko 
premišljeno, vendar relativno hitro. Ideja o tem pristopu je v razpravi že več kot tri 
desetletja in čas je že, da se realizira. Pred njeno realizacijo pa je potrebno doseči ne le 
soglasje med političnimi organi EU in Sveta Evrope, ampak tudi pristanek obeh evropskih 
sodišč, da ne bi prišlo do zapletov, ki bi omajali njuno ustvarjalno sodelovanje iz zadnjega 
obdobja.  Avtor postavlja vprašanje, ali so potrebne kakšne spremembe v položaju ESČP 
zaradi pristopa EU k EKČP in nanj odgovarja, da bi bilo smiselno zagotoviti večjo stopnjo 
finančne in druge samostojnosti in neodvisnosti tega sodišča tudi nasproti organizaciji, to 
je Svetu Evrope. Ta organizacija se bo morala kmalu racionalizirati, med drugim tudi 
zaradi širjenja EU (Ribičič, 2010, str. 122–125).  
Mednarodna in ustavna sodišča se rada sklicujejo na načelo subsidiarnosti. S tega vidika 
je logično in upravičeno, da poskušajo svojo preobremenitev reševati tako, da večjo 
odgovornost prenesejo na nižje sodne ravni. Sodišče EU pričakuje, da se bo pravo EU 
samodejno uresničevalo v državah članicah na podlagi načela prednostne uporabe in da 
bodo za to skrbela nacionalna redna in ustavna sodišča. ESČP poudarja načelo 
subsidiarnosti in si želi, da bi bilo njegovo interveniranje potrebno le v izjemnih primerih. 
Prav tako hoče tudi Ustavno Sodišče reševati svoje preobremenjenost na način, da drugi 
državni organi in še zlasti redno sodstvo prevzamejo večjo odgovornost za uresničevanje 
Ustave. To pomeni, da bi moral vsak sodnik rednega sodišča delovati tudi kot ustavni in 
evropski sodnik. Pri tem velja upoštevati, da je idealno razmerje med rednim, ustavnim 
sodstvom in evropskima sodiščema dosegljivo na podlagi dolgoročnega vsestranskega 
prizadevanja, ki se ne more in ne sme omejevati na pasivno čakanje, da bi prišlo do 
sprememb na temeljni ravni. V interesu vseh prebivalcev Slovenije je, da je mreža, v 
katero se lahko ujamejo kršitve pravic, čim gostejša in da delujejo sodišča, ki upravljajo to 
mrežo čim bolj usklajeno (Ribičič, 2010, str. 125).    
9.3 ODNOS ESČP IN SODIŠČE EU 
Najvišji možni instanci za razlago evropskega prava sta Sodišče EU in ESČP. Obe sodišči 
lahko zaradi kršitev, ki jih povzročijo države članice, le–te tudi sankcionirata, njune 
odločitve pa so dokončne. Z njimi sta dosegla in zagotovila razvojne premike glede 
soglasij držav članic pri najbolj ključnih in težko določljivih vprašanjih. Pomembno vlogo 
pa imata tudi pri izgradnji predpisov znotraj Sveta EU in EU. Na pogumen in drzen način 
interpretirata in razlagata pravo, ki meji včasih celo na meji dopustnega. Sodišče EU in 
ESČP skrbita za avtonomno razlago predpisov, ki velja tudi za varstvo človekovih pravic in 
temeljnih svoboščin v okviru Sveta EU. Vsaka država članica Sveta Evrope ratificira EKČP, 
katera temelji na pristojnosti ESČP. Vsaka država članica se na ta način obveže, da bo 
spoštovala odločitve ESČP. V primeru, da jih država članica ne spoštuje ali ne upošteva, 
lahko to privede do začasne ali trajne izključitve države članice iz Sveta EU. Za posledico 
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pa je lahko tudi začasna ali trajna prepoved vstopa v to mednarodno organizacijo (Ribičič, 
2007, str. 40).       
»Iz Sveta Evrope ni bila do sedaj izključena nobena članica, začasno pa je sama izstopila 
le Grčija. Lažjih sankcij pa so bili v preteklosti deležni Ciper, Turčija in Ruska federacija. 
Poleg članstva ima Svet Evrope še status države opazovalke pri Odboru ministrov ter 
opazovalke ali posebnega gosta pri Parlamentarni skupščini Sveta Evrope.« (Bebler, 2007, 
str. 34).   
Podpora Sodišča EU nasproti ESČP, ki je osrednje mesto glede reševanja človekovih pravic 
v Evropi je pomembna. Reševanje problemov med pravom države članice in evropskim 
pravom pred Sodiščem EU in ESČP je različno glede na posebnosti pri razvoju Sveta 
Evrope in  EU ter različno pri področju delovanja. Izhodišče Sodišča EU je, da izhaja iz 
dolžnosti države članice, da le-ta deluje v skladu z evropskim pravom, medtem, ko ESČP 
izhaja iz načela spoštovanja evropskih standardov varstva človekovih pravic in temeljnih 
svoboščin. Priporočljivo je, da so ti standardi v posamezni državi članici bolj strogi, kot pa 
jih določa EKČP. Sodelovanje med Sodiščem EU in ESČP je enakopravno in deluje na 
podlagi učinkovitega varstva človekovih pravic in temeljnih svoboščin. ESČP je velika 
pridobitev Sveta Evrope, je tudi organ Sveta Evrope in se je na področju varstva 
človekovih pravic in temeljnih svoboščin uveljavilo kot najpomembnejši organ 
zagotavljanja minimalnih evropskih standardov (Ribičič, 2009, str. 22)  
Sodnik dr. B. M. Zupančič pravi: »Norme, zapisane v konvenciji o človekovih pravicah, ki 
nas uokvirjajo, so zelo skope. To seveda ne pomeni, da sodišče lahko dela, kar hoče, saj 
je navsezadnje omejeno s svojim petdesetletnim delom, z judikaturo in precedensi, ki so 
mu lastni.« Pravi tudi, da so sodišču obzorja še vedno odprta in interpretacije lahko zelo 
široke. V Strasbourgu se odpirajo nova obzorja, ki omogočajo tudi odločanje o še nikoli 
razrešenih vprašanjih, na primer o evtanaziji. Zanimivo je, da se je kot paralela ESČP 
izkazalo Evropsko sodišče v Luksemburgu. Najprej so na tem sodišču večinoma reševali 
zasebne spore znotraj EU, z novo evropsko ustavo pa naj bi luksemburško sodišče postalo 
nekakšno novo evropsko ustavno sodišče, ki bi ščitilo tudi konvencije, ker pomeni, da bi 
prevzelo velik del opravil, za katera je pristojno tudi sodišče v Strasbourgu. Sodnik dr. 
Zupančič tudi navaja: »Na koncu se bo zgodilo to, da bo nekdo tožil EU, vendar bo tožbo 
prinesel k nam, v Strasbourg, namesto v Luksemburg. Potem pa se bomo morali odločiti, 
kam zadeva res spada.« Po opazovanju obeh organizacij, Sveta Evrope in Evropskega 
parlamenta, torej EU, lahko mirno rečemo, da obstaja med njima nekakšno rivalstvo. 
Skeptiki, tudi iz strasbourških vrst, menijo, da je Svet Evrope, odkar je je v prvi plan 
stopila EU, postal politično irelevanten (Kukec, 2008, str. 159–160).     
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9.4 RAZLIKE IN SKUPNE ZNAČILNOSTI SODIŠČA EU IN ESČP 
Da se zakoni o človekovih pravicah in temeljnih svoboščinah na ravni EU razlikujejo, izvira 
iz vzporednega prava ESČP in prava o človekovih pravicah v EU. Velikokrat se zakoni med 
seboj pokrivajo zato Sodišče EU uporablja v svoji pristojnosti zakon ESČP. Sodišče EU ima 
podporo v organih ESČP, ker ima premalo pristojnosti za izvajanje nadzora nad varstvom 
človekovih pravic in temeljnih svoboščin v EU (Varju, 2014, str. 219).   
Sodna praksa Sodišča EU je v ESČP navedena zelo malokrat. V svojih mnenjih se nanjo 
načeloma ne sklicuje in je ne navaja. ESČP, kot specializirano sodišče za človekove pravice 
in temeljne svoboščine se sklicuje predvsem na precedenčne primere sodne prakse ESČP. 
Od veljave Listine pa je mogoče pričakovati, da se bo to kmalu spremenilo in bo več 
primerov tudi na Sodišču EU in bo več možnosti, da ESČP s svojimi primeri pripomore k še 
boljši in učinkovitejši sodni praksi (DeVries, Bernitz & Weatherill, 2013, str. 158–159).  
Po Dovžanu (2004, str. 84) bi bila vloga sodišč s pristopom k EKČP najustreznejša rešitev 
in avtonomija prava EU pri tem ne bi bila ogrožena. Sodišče EU bi še vedno zagotavljalo 
enotno uporabo in spoštovanje prava EU. V primeru neskladja med temeljnimi pravicami 
prava EU in EKČP, bi za institucije EU to privedlo do ustreznih ukrepov oz. predpisov in 
prilagoditve uporabe prava v konkretnem primeru skladno z EKČP. 
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10 SODNA PRAKSA ESČP IN SODIŠČA EU  
Sodišče EU skupaj s sodišči držav članic skrbi za skladno uporabo in razlago prava 
Evropske Unije. Sodišče odloča o individualnih in državnih pritožbah glede domnevnih 
kršitev državljanskih in političnih pravic, ki so določene z EKČP.  
10.1 SODNA PRAKSA ESČP 
Pravica do varovanja osebnih podatkov in spoštovanja zasebnega življenja, opredeljena v 
8. členu EKČP, je del temeljnih pravic, ki so varovane v pravnem redu ESČP.   
10.1.1 CASE OF L. H.  V. LATVIA (APP. NO. 52019/07) 
Primer se nanaša na zbiranje informacij in zdravstvenih podatkov o vlagateljici tožbe L. 
H., ki je latvijska državljanka, rojena leta 1975, s strani državne agencije MADEKKI. Med 
rojevanjem, leta 1997, je bilo L. H. potrebno narediti carski rez, takrat pa ji je bila brez 
njenega privoljenja opravljena tudi sterilizacija. Po neuspelem poskusu zunajsodne 
poravnave je tožnica februarja 2005 vložila tožbo proti bolnišnici, po kateri ji je bila 
decembra 2006 dodeljena odškodnina za nepooblaščeno sterilizacijo. Inšpektorat za 
nadzor kakovosti zdravstvene oskrbe in dela (MADEKKI) je na zahtevo direktorja splošne 
bolnišnice sprožil preiskavo v zvezi z L. H. za obdobje od 1996 do 2003.  
L. H. se je pritožila in v pritožbi navedla, da je zbiranje njenih osebnih zdravstvenih 
podatkov s strani državne agencije nezakonito in da ji je kršena pravica do spoštovanja 
njenega zasebnega življenja (8. člen Konvencije).  
Vlagateljica je vložila zahtevek pred upravnim sodiščem. Trdila je, da je MADEKKI-jeva 
preiskava nezakonita in da je zbiranje dokazov v zvezi z njo izven MADEKKI-jeve 
pristojnosti. 
Trditev tožeče stranke je bila zavrnjena s strani Okrožnega sodišča, odločitev o zavrnitvi 
zahtevka pa je podprl tudi Senat vrhovnega sodišča februarja 2007. Senat vrhovnega 
sodišča se je oprl na veljavni nacionalni pravni okvir, in sicer Zakon o zdravljenju, Zakon o 
varstvu osebnih podatkov in statut MADEKKI. Ugotovilo je, da ima MADEKKI pooblastilo 
za zbiranje in obdelavo občutljivih podatkov posameznika, v tem primeru L. H., in sicer z 
razlogom, da nadzoruje kvaliteto zdravstvene nege, ter da Zakon o varstvu osebnih 
podatkov dovoljuje obdelavo občutljivih podatkov brez pisnega soglasja posameznika, ki 
se ga preiskuje za namene zdravstvene oskrbe oz. zagotavljanje in upravljanje storitev 
zdravstvene nege.  
Tožnica L. H. se je odločila vložiti pritožbo na ESČP, sklicujoč se, da je MADEKKI z 
zbiranjem njenih osebnih zdravstvenih podatkov kršil njene pravice iz 8. člena Konvencije. 
 98 
 
 
Vlada države Latvije je trdila, da poročilo MADEKKI–ja ni bilo naročeno zato, da se 
ugotovi, ali je zdravnik, ki je izvedel sterilizacijo, kršil zakon oz., če je bilo prisotno še 
kakršnokoli drugo kršenje zakonodaje, temveč zato, da bi pomagalo preprečiti podobne 
potencialne situacije v prihodnje. Namen zbiranja osebnih zdravstvenih podatkov tožnice 
je bilo varovanje javnega zdravja ter pravic in svoboščin tudi drugih posameznikov.  
Ker ni bilo nadaljnjega nasprotovanja strank, da so zdravstveni podatki del zasebnega 
življenja tožnice L. H. in da tako zbiranje zdravstvenih podatkov s strani MADEKKI-ja 
predstavlja poseg v pravico do spoštovanja njenega zasebnega življenja, se je ESČP 
odločilo, da nadalje preuči, ali je vmešavanje MADEKKI-ja v skladu z drugim odstavkom 8. 
člena Konvencije. 
Sodišče je soglasno odločilo, da je prišlo do kršenja 8. člena Konvencije.  
Sodišče je odločbo obrazložilo tako, da je MADEKKI pooblaščen za zbiranje informacij in 
podatkov  zdravstvenih ustanov, vendar pa Senat vrhovnega sodišča Latvije ni pojasnil, 
katero od funkcij je opravljal MADEKKI oz. kateremu javnemu interesu je sledil, ko je izdal 
poročilo o zakonitosti zdravljenja tožnice. Senat vrhovnega sodišča bi moral preučiti 
sorazmernost med posegom v zasebno življenje vlagateljice tožbe in javnim interesom, še 
posebej, ker je prišel do zaključka, da je bilo to odločanje že storjeno s strani 
zakonodajalca.  
Poleg tega veljavna zakonodaja v nobenem pogledu ne omejuje obsega zasebnih 
podatkov, ki so lahko zbrani s strani MADEKKI-ja. V tem primeru je MADEKKI zbiral  
zdravstvene podatke tožnice sedem let. Ustreznost in zadostnost razlogov za zbiranje 
informacij o vlagateljici tožbe, ki niso bili neposredno povezani s posegom, opravljenim 
med rojevanjem, niso bili pregledani v katerikoli stopnji procesa v Latviji. 
Sodišče ni sprejelo vladnega zagovora, da je MADEKKI zbiral podatke z namenom 
ugotovitve, ali je zdravnik zagrešil zločin, saj je 1) potekalo zbiranje podatkov sedem let 
po dogodku in je v tem času postopek že zastaral in 2) ne direktor bolnišnice kot tudi ne 
MADEKKI nista imela zakonitega pooblastila, četudi samo za to, da bi na predhodni ravni 
ugotovila kazensko odgovornost posameznikov.  
ESČP je ugotovilo, da veljavna latvijska zakonodaja ni dovolj natančna, da ne zagotavlja 
ustreznega pravnega varstva posameznikov s tega področja, niti ne navaja dovolj jasnega 
obsega diskrecijske pravice pristojnih organov. 
V sodbi je ESČP odločilo, da mora latvijska vlada vlagateljici tožbe plačati 11.000 EUR za 
nepremoženjsko škodo in 2.768 EUR za stroške in izdatke, ki jih je imela v zvezi s tožbo. 
Lastnno mnenje: V primerih, ko gre za zbiranje in obdelavo občutljivih podatkov, 
predvsem zbiranje osebnih zdravstvenih podatkov, je pogosto kršen 8. člen EKČP. Zelo 
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pogosto prihaja do nezakonitih posegov v posameznikovo identiteto prav na tem 
področju. Pooblaščene osebe, ki dostopajo do teh podatkov, so nemalokrat izpostavljene 
pritiskom drugih oseb ali pa to poseganje izvajajo proti plačilu, ali drugim osebnim 
koristim in posredujejo ter zbirajo pacientove podatke. Le–ti podatki so zelo zanimivi za 
osebe, ki želijo posameznika izsiljevati, škodovati iz koristoljubja, ali na kakšen drug način 
posegati v njegovo zasebno življenje. Tudi v primeru L. H. proti Latviji je MADEKKI kar 
sedem let nezakonito zbiral osebne zdravstvene podatke tožnice in ji škodoval.  
10.1.2 CASE OF UZUN  V. GERMANY (APP. NO. 35623/05) 
Primer Uzun proti Nemčiji je bil vložen 24. 9. 2005 s strani Bernharda Uzuna iz  mesta 
Mönchengladbach, Nemčija. Vložen je bil v skladu s 34. členom EKČP. Vlagatelj tožbe 
Uzun je trdil, da so z nadzornimi ukrepi, ki jim je bil podvržen, zlasti sledenje preko GPS-
signala in uporaba pridobljenih podatkov s to metodo, kršili pravice iz 8. člena EKČP, in 
sicer, da mu je bila kršena zlasti pravica do zasebnega življenja (8. člen EKČP) ter pravica 
do pravičnega sojenja (6. člen EKČP).     
Spomladi 1993 je oddelek Severnega Porenja–Vestfalije, začel dolgotrajno opazovanje in 
sledenje vlagatelja tožbe, ki je bil osumljen sodelovanja v kaznivih dejanj zagrešenih s 
strani tako imenovane »protiimperialistične celice«. Uzun je bil občasno pod nadzorom 
članov Oddelka za varstvo ustave, ki so s kamerami snemali njegove vhode in izhode iz 
hiše, v kateri je živel s svojo materjo. Prisluškovali so tudi njegovim telefonskim 
pogovorom in preverjali vso njegovo pošto.  
Oktobra 1995 je generalni zvezni tožilec sprožil preiskovalni postopek zoper Uzuna in 
njegovega prijatelja, prav tako osumljenega za bombne napade, za katere je odgovornost 
prevzela protiimperialistična celica, katere član je bil tudi Bernhard Uzun. V sklopu 
preiskovalnega postopka sta bila oba osumljena pod vizualnim nadzorom javnih 
uslužbencev Zveznega urada za kazenske preiskave, in sicer od 30. 9. 1995 do njune 
aretacije 25. 2. 1996.  
V avto osumljenca, ki sta ga uporabljala skupaj s tožečim, so namestili dva oddajnika, ki 
pa sta ju osumljena kmalu odkrila in uničila. Ravno tako sta tudi sumila, da sta podvržena 
stalnemu nadzoru in nista nikoli komunicirala med seboj preko telefona. Uspešno sta se 
izogibala tudi vizualnemu nadzoru. Zvezni urad za preiskovanje kaznivih dejanj je po 
ukazu zveznega državnega tožilca decembra 1996 namestil GPS-oddajnik v soobtoženčev 
avto, ki sta ga občasno skupaj uporabljala.  
V kazenskem postopku proti obema osumljencema je Düsseldorfsko prizivno sodišče 12. 
decembra 1997 ugovor tožečega zavrnilo z obrazložitvijo, da je bila pridobitev podatkov 
preko GPS-signala legalna. Dne 1. septembra 1999 je Düsseldorfsko prizivno sodišče 
spoznalo obtoženega za krivega poskusa umora in povzročitve štirih eksplozij in ga 
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obsodilo na trinajst let zaporne kazni. Sodišče je ugotovilo, da sta Uzun in soobtoženi, ki 
sta bila edina člana protiimperialistične celice, nastavila bombe pred hišami članov in  
nekdanjih članov parlamenta in pred perujskim veleposlaništvom. 
V okviru pritožbe obtoženega, sklicujoč se na neupoštevanje zakona zlasti pri načinu 
pridobivanja dokazov z nezakonitim nadzorom s pomočjo GPS-signala, je zvezno sodišče 
24. januarja 2001 razsodilo, da je imelo pridobivanje dokazov na tak način pravno osnovo 
predvsem na podlagi 100. člena Zakona o kazenskem postopku.   
Uzun je vložil pritožbo še na ustavno sodišče. Trdil je, da je bil nadzor nad njim, vršen s 
strani Severnega Porenja–Vestfalije ter Hamburškega urada za varstvo ustave in zveznega 
urada za preiskovanje kaznivih dejanj, ter razsodbo prizivnega sodišča in zveznega 
sodišča kršitev njegove pravice do zasebnosti (8. člen EKČP).   
Aprila 2005 je ustavno sodišče zavrnilo pritožbo tožečega z ugotovitvijo, da je bila njegova 
pritožba neutemeljena, saj so bili dokazi, pridobljeni preko GPS-signala, pridobljeni na 
zakonit način.  
Evropsko sodišče je dejalo, da je to domnevna kršitev 8. člena EKČP. 
Tožnik Uzun se je pritoževal in trdil, da so mu bile z nadzorom nad njim, ki se je vršil 
preko GPS-signala, ter z vsemi nadaljnjimi številnimi ukrepi nadzora nad njim kršene 
pravice do zasebnega življenja po 8. členu EKČP, ki se glasi, da ima vsakdo pravico do 
spoštovanja svojega zasebnega in družinskega življenja, svojega doma in dopisovanja, ter 
da se javna oblast ne sme vmešavati v izvrševanje te pravice, razen če je to določeno z 
zakonom in nujno v demokratični družbi zaradi državne varnosti, javne varnosti ali 
ekonomske blaginje države, zato da se preprečijo nered in kazniva dejanja, da se 
zavarujeta zdravje in morala ali da zavarujejo pravice in svoboščine drugih ljudi. 
Vlada se je sklicevala, da tožeči ne more trditi, da je žrtev vdora v njegovo pravico do 
zasebnega življenja. Trdili so namreč, da GPS nadzor avta njegovega sostorilca ni 
neposredno zadeval toženca osebno. 
Evropsko sodišče je ocenilo, da je nadzor nad tožečo stranko preko GPS-signala, ki ga je 
odredil zvezni generalni državni tožilec, da se razišče več primerov poskusa umora, za 
katere je odgovornost prevzelo teroristično gibanje in da bi preprečili nadaljnje bombne 
napade, služil interesom nacionalne varnosti, preprečevanju kriminala ter zaščiti pravic 
žrtev in je tako v skladu z 8. členom EKČP. 
Domnevna kršitev 6. člena EKČP: vložnik tožbe Uzun je trdil, da so bile z uporabo 
informacij, pridobljenih z nadzorom nad njim v kazenskem postopku, kršene njegove 
pravice do poštenega sojenja, s čemer se je skliceval na 6. člen EKČP, ki pravi, da ima 
vsakdo pravico, da o njegovih civilnih pravicah in obveznostih ali o kakršnihkoli kazenskih 
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obtožbah zoper njega pravično in javno ter v razumnem roku od neodvisno in 
nepristransko z zakonom ustanovljeno sodišče.   
ESČP je soglasno odločilo, da vlagatelju tožbe ni bila kršena pravica do zasebnosti (8. člen 
EKČP), niti ni bil kršen 6. člena EKČP.   
Lastno mnenje: pravna podlaga za zbiranje dokazov v primeru Uzun je bila na podlagi 
Zakona o kazenskem postopku, ker je Uzun s svojim prijateljem sodeloval v terorističnih 
bombnih napadih, v katrih je bilo ubitih več ljudi. V tem primeru je bil nadzor na njim 
popolnoma upravičljiv, saj bi lahko s terorističnimi bombnimi napadi nadaljeval in ubil še 
več nedolžnih ljudi. Tu gre za izvrševaje drugega odstavka 8. člena EKČP, ki se glasi: 
»Javna oblast se ne sme vmešavati v izvrševanje te pravice, razen če je to določeno z 
zakonom in nujno v demokratični družbi zaradi državne varnosti, javne varnosti ali 
ekonomske blaginje države, zato da se prepreči nered ali kazniva dejanja, da se zavaruje 
zdravje ali morala, ali da zavarujejo pravice in svoboščine drugih ljudi.«  V primeru Uzun 
proti Nemčiji ni šlo za kršitev ne 8. člena EKČP in ne 6. člena EKČP. 
10.1.3 CASE OF M. K. V. FRANCE (APP. NO. 19522/09) 
Pritožnik je M. K., rojen leta 1972 in živi v Parizu, Francija. Dne 10. 2. 2004 so ga 
preiskovali zaradi kraje knjige. Odvzeti so mu bili prstni odtisi. Na sodbo iz aprila 2004, s 
katero mu je bila naložena kazen, se je pritožil in februarja 2005 ga je pariško sodišče 
oprostilo. Septembra 2005 je bil pritožnik ponovno pridržan in ponovno so mu odvzeli 
prstne odtise. Februarja 2006 je bil postopek ustavljen.  
Med temi postopki so bili prstni odtisi pritožnika vneseni v nacionalno bazo prstnih odtisov 
(FAED). Aprila 2006 je z dopisom, ki je bil naslovljen na pariškega javnega tožilca, 
zahteval, da se njegovi prstni odtisi izbrišejo iz baze FAED. Maja 2006 je državni tožilec 
odredil izbris prstnih odtisov iz baze, ki so bili odvzeti pri prvem pridržanju. Trdil je, da je 
ohranitev enega primerka prstnih odtisov prosilca utemeljena, saj s tem zaščiti njegov 
interes. Junija 2006 je pritožnik vložil pritožbo, naslovljeno na sodstvo vrhovne instance za 
državljanske svoboščine v Parizu.  
Avgusta 2006 je sodišče, pristojno za to področje, s sklepom zavrnilo njegovo pritožbo. 
Odločilo je, da je ohranitev prstnih odtisov v interesu preiskovalnih organov. Poleg tega ta 
ukrep ni bil škodljiv in ni izdal zaupnosti baze podatkov, ki bi kakorkoli vplivala na zasebno 
ali družbeno življenje tožeče stranke. Decembra 2006 je predsednik preiskovalnega 
oddelka sodišča v Parizu ugodil temu nalogu.  
Kasacijsko sodišče je sodbo z dne 1. 10. 2008 zavrnilo in zahtevo tožeče stranke za 
revizijo utemeljilo, da je imela glede na to, da je postopek potekal pisno, dovolj časa za 
predložitev razlogov in da se je seznanila, iz katerih razlogov je javni tožilec nasprotoval 
popolnemu brisanju prstnih odtisov. Dodalo je, da je zaradi dokazov, predloženih v 
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postopku, lahko preverilo, da je bila zahteva obravnavana v skladu z zakonodajo in 
mednarodnimi pogodbami, ki jih navaja tožeča stranka, vključno z 8. členom EKČP.  
Pritožnik se je pritožil na ESČP, da je bila kršena njegova pravica do spoštovanja 
zasebnega življenja zaradi hrambe njegovih osebnih podatkov v bazi FAED. Skliceval se je 
na 8. člen EKČP, francoska vlada pa je to izpodbijala.  
ESČP je odločilo, da je v tem primeru šlo za kršenje 8. člena EKČP. 
Lastno mnenje: Pritožnika so dvakrat preiskovali zaradi kaznivega dejanja in mu obakrat 
odvzeli prstne odtise, vendar je bil postopek obakrat ustavljen. V tem primeru, ker 
pritožnik ni bil obsojen in obtožnica ni bila v nobenem primeru pravnomočna in so bili 
kljub temu njegovi prstni odtisi vnešeni v bazo FAED, je pritožnik zahteval izbris iz 
upravičljivih razlogov.     
10.1.4 CASE OF ROMET V. THE NETHERLANDS (APP. NO. 7094/06) 
Steven Benito Romet, tožeča stranka, je 10. februarja 2006 na Sodišču vložil tožbo zoper 
Kraljevino Nizozemsko na podlagi 34. člena EKČP. V tožbi navaja, da mu je bil kršen 8. 
člen Konvencije, ker je bilo neznani osebi omogočeno, da je zlorabila njegovo vozniško 
dovoljenje, že potem ko je na ustrezni urad podal prijavo o izgubi oz. kraji vozniškega 
dovoljenja.  
Tožnik Romet, rojen leta 1968 in živi v Maastrichtu, je 3. novembra 1995 policiji prijavil, 
da mu je bilo septembra 1995 ukradeno vozniško dovoljenje. 17. marca 1997 mu je bilo 
izdano novo vozniško dovoljenje, za katerega je zaprosil v začetku leta 1997. 
V vmesnem obdobju, in sicer od 3. 11. 1995 do 14. 3. 1997, je državna agencija za cestni 
promet na njegovo ime registrirala 1737 motornih vozil, seveda brez njegovega vedenja in 
soglasja. Vsa vozila so bila registrirana ob predložitvi njegovega ukradenega vozniškega 
dovoljenja. Tožnik je prejel številne odločbe o odmeri davka, ker so bila vsa vozila 
registrirana na njegovo ime, bil pa je tudi preganjan na podlagi zakona o zavarovanju 
avtomobilske odgovornosti in oglobljen zaradi kršitev, storjenih z avtomobili, registriranimi 
na njegovo ime. Tožnik je moral plačati globe za vse kršitve, ki so se nanašale nanj, ker 
so bila vozila registrirana na njegovo ime, čeprav jih ni zagrešil. Večkrat je bil odgovoren 
tudi za škodo, ki so jo povzročila  nezavarovana vozila, ker se je registracija glasila na 
njegovo ime. Ukinjeno mu je bilo plačilo prejemkov iz naslova socialne varnosti, ker se je 
štelo, da ima glede na število registriranih motornih vozil, dovolj sredstev za preživljanje.  
Tožnik Romet je 1. julija 1996 od državne agencije zahteval, da se razveljavijo vse 
registracije vozil, ki se glasijo nanj, razen njegove osebne oz. dejanske registracije, 
vendar je bil zavrnjen. Tožnik je navedel, da je leta 1996 večkrat poskušal odpraviti te 
nepravilnosti, vendar je bil tudi tu neuspešen. Neuspešen je bil tudi s pritožbami javnemu 
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tožilcu. Država navaja, da te trditve niso podprte z uradnimi evidencami. Tožeča stranka 
se je ponovno pritožila 12. februarja 2004 na prizivno sodišče v Amsterdamu zoper javno 
tožilstvo, ki je zavrnilo pregon odgovornih oseb za zlonamerno registracijo motornih vozil 
v imenu tožeče stranke. V odločbi z dne 22. junija 2005 je prizivno sodišče potrdilo, da je 
kljub temu, da bi policija res lahko učinkoviteje izvedla preiskavo, minilo že preveč časa 
(obravnavani dogodki, tj. zlonamerne registracije motornih vozil, ki so se zgodili od 
novembra 1995 do marca 1997), da bi bilo mogoče pričakovati, da bi zadevni organi lahko 
izvedli učinkovito preiskavo. Prizivno sodišče je zato zavrnilo pritožbo, vendar je 
predlagalo odpustitev vseh kazni, ki so bile naložene tožeči stranki zaradi zlonamerne 
registracije vozil. Zastopnik tožeče stranke trdi, da te odpustitve ni bilo. Davčna in 
carinska uprava sta sprva tožeči stranki celo preprečili možnost upravičenosti do 
prestrukturiranja dolga na podlagi zakona o prestrukturiranju dolga fizičnim osebam.     
16. januarja 2004 je tožeča stranka znova zahtevala, da agencija za nazaj razveljavi 
zadevne registracije motornih vozil.  Dne 3. aprila 2004 je agencija deloma ugodila zahtevi 
in na navedeni datum razveljavila 240 registracij (druge registracije niso bile več na ime 
tožeče stranke). Agencija je izrecno izjavila, da ni mogla razveljaviti registracij za nazaj, 
kot je zahtevala tožeča stranka, ker bi to škodovalo zanesljivosti sistema za registracijo 
motornih vozil. 
Tožnik je 28. aprila 2004 vložil ugovor, da je imel sistem za registracijo motornih vozil že 
pred tem napake, ker je vseboval sporne registracije in da bo imela neodobritev 
razveljavitve registracij vozil za nazaj zanj velike finančne posledice.  
Agencija je leta 1996 predlagala razveljavitev ukradenega vozniškega dovoljenja za 
registracijo vozil pod pogojem, da tožeča stranka takoj zaprosi za novo vozniško 
dovoljenje, tega pa tožeča stranka iz finančnih razlogov takrat ni mogla storiti.           
Ugovor tožeče stranke je bil 2. septembra 2004 zavrnjen. Agencija je odločila, da bi 
retroaktivna razveljavitev registracij povzročila pravno negotovost, agencija pa bi z njo 
posegala v pristojnosti drugih organov, npr. javnega tožilstva ter davčne in carinske 
uprave, saj bi lahko vplivala na zakonitost odločb, ki sta jih navedena organa izdala ali bi 
jih lahko izdala na podlagi vsebine sistema za registracijo motornih vozil. 
Tožeča stranka se je pritožila zoper odločbo agencije na regionalno sodišče v Rotterdamu 
in trdila zlasti, da je agenciji že leta 1996 predlagala podobno in je prijavila zlorabo 
vozniškega dovoljenja policiji, vendar je bilo vse zaman. Tožeča stranka je navedla tudi, 
da je bilo v tistem obdobju zaradi neustrezne zaščite sistema za registracijo vozil možno  
opraviti »sporne« registracije vozil in da takega tveganja po mnenju tožeče stranke 
javnost ne bi smela prenašati. Tožeča stranka je navedla tudi, da je bila zahteva, ki je 
veljala leta 1996, da mora takoj zaprositi za novo vozniško dovoljenje, da bi le-to 
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onemogočilo registracijo motornih vozil z ukradenim vozniškim dovoljenjem, nepravična in 
diskriminatorna.  
Regionalno sodišče se je strinjalo z odločitvijo agencije in je menilo, da ni nobenih 
izrednih okoliščin, ki bi omogočale odstopanje od standardne prakse, da retroaktivno 
ukrepanje ni mogoče. Ugotovilo je, da je prosilec, čeprav je vložil pritožbo leta 1996, čakal 
več kot 7 let, preden je začel obravnavane postopke.  
Tožnik se je 5. aprila 2005 pritožil zoper sodbo regionalnega sodišča pri oddelku za 
upravne spore državnega sveta. Navedel je, da so bile kršene njegove pravice iz 8. člena 
EKČP zaradi nezakonitih registracij motornih vozil v njegovem imenu in da je imel sistem 
za registracijo motornih vozil hude napake, ker je omogočal, da se je s tako lahkoto 
zgodila tako velika goljufija.  
Oddelek za upravne spore je v odločbi z dne 7. decembra 2005 navedel: kot meni  
oddelek za upravne spore v prejšnji zadevi, ni mogoče ugotoviti, da politika agencije  
načeloma zavrne retroaktivnost odločb za preklic registracije motornega vozila in je to  
nerazumno. Nedotakljivost registra motornih vozil in pravno varnost registracije motornih 
vozil utemeljuje s tako politiko, kot je pravilno ugotovilo regionalno sodišče. Regionalno 
sodišče je v tej zadevi pravilno ugotovilo, da agencija ni bila dolžna šteti, da tožnikovi 
razlogi v tej zadevi utemeljujejo odstopanje od te politike, in retroaktivno preklicati 
registracijo navedenih motornih vozil z veljavnostjo od datuma, ki ga je zahteval tožnik.   
Tožnikova pritožba je, da je odločitev regionalnega sodišča nerazumna in nepravilno 
utemeljena ter zgrešena. Tožnik trdi, da predpisi o registraciji vozil kršijo Direktivo 
95/46/EC Evropskega parlamenta in Sveta z dne 24. oktobra 1995 o varstvu 
posameznikov pri obdelavi osebnih podatkov in prostem pretoku takih podatkov (Ur. list 
Evropske unije, št. L 281, 23. 11. 1995). Oddelek za upravne spore ugotavlja, da v 
nasprotju s trditvami tožnika iz dejstva, da smernica vključuje pravico do popravka, ni 
mogoče sklepati, da mora obdelovalec osebnih podatkov popravke izvesti sam brez 
zahtevka ali pa jih ne popravi, če se od njega tako zahteva. Poleg tega, v nasprotju z 
navedbami tožnika, je obdelava osebnih podatkov na podlagi Direktive 95/46/EC 
dovoljena tudi brez dovoljenja zadevne osebe in je taka obdelava potrebna za opravljanje 
nalog pri izvajanju uradne dolžnosti. Po mnenju oddelka za upravne spore uporaba 
vozniškega dovoljenja zahteva evidentiranje podatkov iz navedenega vozniškega 
dovoljenja v zbirko osebnih podatkov ter njihovo obdelavo pri opravljanju naloge in 
zagotavljanju skladnosti z zakonitimi obveznostmi, ki so predmet obravnave. Oddelek za 
upravne spore se ne strinja z navedbami tožnika, da predpisi o registraciji vozil kršijo 
pravico do svobode in varnosti oseb iz 5. člena EKČP  in iz 9. člena  mednarodnega pakta 
o državljanskih in političnih pravicah. Ne glede na to, da so navedene odločbe upoštevane 
v postopku odločanja na podlagi predpisov o registraciji vozil in da ti predpisi ne 
odvzemajo svobode, kot navaja tožnik, ti predpisi vsebujejo izvzetje pravice do svobode in 
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varnosti oseb, da zavarujejo izpolnjevanje z zakonom določene obveznosti. V tej zadevi 
oddelek za upravne spore tudi ugotavlja, da je ta izjema zajeta tudi v okoliščini, ki jo 
tožnik navaja in da je bil prikrajšan za svobodo, ker ni izvedel potrebnih ukrepov za 
odpravo le–tega (registracij vozil, ki so bila napačno registrirana na njegovo ime). 
Tožnik navaja kršitev pravice do spoštovanja njegovega zasebnega življenja, ker je bil 
neznani osebi omogočen vpis v sistem za registracijo motornih vozil v njegovem imenu in 
brez njegovega privoljenja, in sicer z zlorabo njegovega vozniškega dovoljenja. Država 
Nizozemska pa je zanikala, da je prišlo do take kršitve. 
Sodišče ugotavlja, da ta pritožba ni očitno neutemeljena in v smislu točke a) tretjega 
odstavka  35. člena EKČP. Ugotavlja tudi, da ni nedopustna iz nobenih drugih razlogov in 
mora biti zato razglašena za dopustno. Država je razložila, da se po nizozemski zakonodaji 
šteje, da je oseba, v imenu katere se registrira vozilo, lastnik ali registrirani uporabnik 
vozila in zato mora ta oseba zagotoviti skladnost z zakoni o cestnem prometu in plačati 
cestni davek, zavarovati vozilo in izpolniti vse druge obveznosti.  
Sodišče meni, da pomeni nerazveljavitev tožnikovega vozniškega dovoljenja takoj po 
prijavi o izginotju na policijo, ki je omogočila, da so druge osebe zlorabile tožnikovo 
identiteto, interferenco v tožnikovo pravico do spoštovanja zasebnega življenja.  
Sodišče se s trditvami tožnika strinja, da interferenca izvira iz domače zakonodaje, in sicer 
razdelka 123 zakona o cestnem prometu in dela 40 predpisov o registraciji vozil, kot je 
navedel oddelek za upravne spore. 
V zvezi z Direktivo 95/46/EC, na katero se tožnik sklicuje, Sodišče ugotavlja, da 
Konvencija zavezuje notranji organ le v obliki, v kateri je bila prenesena v notranje pravo. 
Sodišče ESČP se strinja, da je bil namen interference doseči zakoniti cilj, in sicer varstvo 
pravic in svoboščin drugih. Sodišče ugotavlja, da je tožnik ustrezno ukrepal glede lažnih 
registracij motornih vozil na njegovo ime.  Ugotavlja, da je tožnik 3. novembra 1995 
prijavil krajo vozniškega dovoljenja, in navaja, da notranji organi od tega dne dalje niso 
imeli več pravice do registriranja osebnih vozil na njegovo ime, čeprav je bilo tožnikovo 
vozniško dovoljenje razveljavljeno šele 14. marca 1997, ko je tožnik prejel novo vozniško 
dovoljenje. Ugotovljeno je, da od tega dne dalje na tožnika ni bilo registrirano nobeno 
vozilo več.  Iz tega sledi, da je bilo hitro upravno ukrepanje za razveljavitev vozniškega 
dovoljenja kot identifikacija dokumenta možno in izvedljivo. Država Sodišča ni prepričala, 
da tega ni bilo mogoče storiti takoj, ko je tožnik podal prijavo o izgubi oz. kraji vozniškega 
dovoljenja.  
ESČP je ugotovilo, da je bila tožniku kršena pravica do zasebnosti iz 8. člena EKČP.  
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Domnevna kršitev 7. člena EKČP: Tožnik navaja, da so mu bile naložene različne globe in 
kazni (tudi zaporna kazen), ker ni mogel takoj pridobiti novega vozniškega dovoljenja, 
čeprav slednje po zakonu ni kaznivo dejanje, zato navaja tudi kršitev 7. člena EKČP.  
Država navaja, da tožnik zadeve ni navedel v notranjih postopkih. Ne glede na to, ali so 
bila izkoriščena vsa domača pravna sredstva v primeru te tožbe,  Sodišče ugotavlja, da 
nobena zadeva v odločbi oddelka za upravne spore ne navaja razlogov, kot jih je navedel 
tožnik. Iz tega sledi, da je ta pritožba očitno neutemeljena in se zavrne v skladu s 35. 
členom EKČP. 
Domnevna kršitev 6. člena EKČP: pritožba je neutemeljena in jo je treba zavrniti v skladu 
s 35. členom EKČP. 
Uporaba 41. člena EKČP: tožniku je nastala velika premoženjska in nepremoženjska 
škoda. Vsi zahtevki v zvezi s premoženjsko škodo se zavrnejo. Sodišče se strinja, da je 
tožnik utrpel veliko nepremoženjsko škodo zaradi ugotovljene kršitve, zato mu dodeli 
9.000,00 EUR. Tožnik zahteva povračilo stroškov, ki pa mu jih sodišče zavrne, ker niso 
podprti z dokazili.  
Sodišče (ESČP) v primeru Romet v. the Netherlands soglasno odloči: pritožba v zvezi z 8. 
členom Konvencije je dopustna, preostali del pritožbe pa je nedopusten. Ugotavlja, da je 
bil kršen 8. člen Konvencije, in zahteva da mora država tožniku v roku treh mesecev od 
datuma pravnomočnosti sodbe plačati 9.000,00 EUR za nepremoženjsko škodo in 
morebitne obresti.     
Poznejša zakonodaja: razdelek 123 (1) (h) zakona o cestnem prometu iz leta 1994, ki je 
bil sprejet z zakonom dne 28. junija 2006, Uradni list Nizozemske št. 321 iz leta 2006, 
določa, da vozniško dovoljenje preneha veljati, ko se prijavi njegovo izginotje. Zakon je 
začel veljati 1. oktobra 2006 in 1. oktobra 2006 je bila sprejeta tudi nova oblika 
vozniškega dovoljena, ki vsebuje številne varnostne zaščite za preprečevanje zlorab, ki jih 
prejšnja oblika ni imela.  
Lastno mnenje: iz primera je natančno razvidno, da je imela državna agencija za cestni 
promet v sistemu za registracijo vozil velike pomanjkljivosti, ker je dopuščala, da se je 
kljub prijavi kraje vozniškega dovoljenja, na osebo Romet registriralo 1737 motornih vozil. 
Država se je branila, da so trditve tožnika neutemeljene in niso podprte z dejanskimi 
evidencami, na katere pa tožnik seveda ni imel vpliva. V tem primeru je popolnoma jasno, 
da je šlo za kršitev 8. člena EKČP.      
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10.1.5 CASE OF S. AND MARPER V. THE UNITED KINGDOM (APP. NO. 
30562/04 AND 30566/04) 
Dva britanska državljana, prvi tožnik S. (prvi tožnik ni želel, da se objavi njegovo ime in 
predsednik velikega senata je prošnji ugodil) in drugi tožnik Michael Marper sta 16. 
avgusta 2004 na Sodišču vložila dva zahtevka zoper Združeno kraljestvo na podlagi člena 
34 EKČP. Tožnika, ki sta prejela pravno pomoč, je v zadevi zastopal P. Mahy iz mesta 
Sheffield, Združeno kraljestvo, vlado Združenega kraljestva pa je zastopal J. Grainger z 
ministrstva za zunanje zadeve.  
Tožnika sta se pritožila na podlagi 8. in. 14. člena EKČP, da so oblasti še naprej hranile 
njune prstne odtise, vzorce celic in zapise DNK, in sicer tudi potem, ko se je kazenski 
postopek zoper njiju zaključil z oprostitvijo oz. se je prenehal. Zahtevka sta bila dodeljena 
četrtemu oddelku sodišča, senat navedenega oddelka je 16. 1. 2007 zahtevka razglasil za 
dopustna. Senat se je izrekel za nepristranskega v korist velikega senata in nobena od 
strank temu ni nasprotovala (30. člen EKČP in pravilo 72). Sestava velikega senata je bila 
določena v skladu z določbami drugega in tretjega odstavka 27. člena Konvencije in 
pravila 24. 
Tožnika in država so vložili svoje spise v zadevi. Spise so vložili še A. Fairclough v imenu 
nacionalnega sveta za državljanske svoboščine (Liberty) in Covington and Burling LLP za 
Privacy International, ki je dobila dovoljenje predsednika za nastop v pisnem postopku 
(drugi odstavek 36. člena Konvencije in drugi odstavek pravila 44). Strani sta odgovorili 
na spise Liberty, država je odgovorila tudi na pripombo Privacy International (peti 
odstavek pravila 44). Dne 27. 2. 2008 je bilo javno zaslišanje v Strasbourgu na sodišču za 
človekove pravice.  
Okoliščine zadeve: tožnika sta rojena leta 1989 in 1963, oba živita v mestu Sheffield. Prvi 
tožnik S. je bil aretiran 19. 1. 2001, ko je bil star 11 let, in je bil obdolžen poskusa ropa. 
Odvzeti so mu bili prstni odtisi in vzorci DNK. Oproščen je bil 14. 6. 2001. Drugi tožnik M. 
Marper je bil aretiran 13. 3. 2001 in obdolžen nadlegovanja partnerice. Odvzeti so mu bili 
prstni odtisi in vzorci DNK. Pred predobravnavo sta se s partnerico pobotala, zato 
obtožnica ni bila vložena. Državno tožilstvo je 11. 6. 2001 obvestilo njegove odvetnike o 
prenehanju postopka in 14. 6. 2001 je bila zadeva formalno ustavljena. Tožnika sta 
zahtevala, da se njuni prstni odtisi in vzorci DNK uničijo, vendar je policija to v obeh 
primerih zavrnila. Tožnika sta zahtevala sodno presojo odločitve policije, ker ne uniči 
prstnih odtisov in vzorcev. Upravno sodišče je 22. 3. 2002 zahtevo zavrnilo. Prizivno 
sodišče je 12. 9. 2002 potrdilo odločbo upravnega sodišča z večino dveh glasov proti 
enemu. Sodnik je v zvezi s hrambo vzorcev DNK izjavil: »Prstni odtisi in DNK razkrivajo 
osebne podatke, fizični vzorci vsebujejo več informacij, ki so veliko bolj osebne.  
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Pri tem obstaja možnost, da bi lahko znanost nekega dne omogočila analizo vzorcev, ki bi 
omogočili pridobivanje informacij o posamezniku glede njegove povezave s kaznivimi 
dejanji (razdelek 82 zakona o kazenskem pravu in policiji iz leta 2001). Zakon se lahko 
spremeni tako, da omogoči uporabo vzorcev v druge namene in ne samo za tiste, ki so 
navedeni v tem razdelku; obstaja tveganje, da se lahko vzorci, ki se hranijo, uporabljajo 
na nezakonit način. Rekli bi lahko, da se cilji lahko dosežejo na manj omejujoč način in 
postavlja se vprašanje, zakaj tega cilja ne bi mogli doseči s hrambo profilov brez hrambe 
vzorcev.« 
Sodnik je menil, da bi morali biti podatki uničeni, ko je posameznik svoboden in zoper 
njega ne obstaja noben sum. Opozoril je tudi, da je razlika med hrambo vzorcev in 
profilov DNK ta, da bi lahko hramba vzorcev omogočila pridobitev še več podatkov o 
posamezniku. Ugotavlja tudi, da so hranjeni prstni odtisi in vzorci, odvzeti osumljencema, 
pomembni. Navedel je primer iz leta 1999, ko je bil storilec najden in obsojen na podlagi 
vzorcev v podatkovni zbirki. Lord Steyn pravi tudi, da PACE ločeno obravnava jemanje 
prstnih odtisov in vzorcev od njihove hrambe in uporabe. Kar zadeva analizo Konvencije 
se Lord Steyn nagiba k mnenju, da samo hramba prstnih odtisov in vzorcev DNK ne 
posega v pravico do varstva zasebnosti. Vprašanje, ali se bi shranjeni vzorci v prihodnosti 
lahko zlorabili, niso pomembna za sedanjo rabo shranjenih vzorcev v povezavi z 
odkrivanjem in preganjanjem kaznivih dejanj. Če bi znanstveni razvoj to omogočil, bi 
lahko po potrebi sprejeli sodne odločitve za zagotovitev skladnosti s Konvencijo. Lord 
Steyn se strinja s sodnikom Sedleyjem s prizivnega sodišča, da so nameni hrambe 
omenjenega materiala preprečevanje kaznivih dejanj in varstvo pravice drugih, določeni z 
zakonom, kot zahteva 8. člen Konvencije.  
Kar zadeva utemeljitev poseganja, tožnika pravita, da hramba prstnih odtisov in vzorcev 
DNK zbuja sum do oseb, ki so bile oproščene.  
Counsel for the Home Secretary ugovarja, da cilj hrambe nima nič opraviti s preteklostjo, 
in sicer s kaznivim dejanjem, ki ga je bila oseba oproščena, ampak naj bi pomagala pri 
preiskavi kaznivih dejanj v prihodnje. Hramba bo vplivala na toženca le, če bi njuna profila 
ustrezala profilom, najdeni na prizorišču kaznivega dejanja v prihodnje. Lord Steyn navaja 
pet dejavnikov, po katerih naj bi bil poseg sorazmeren s ciljem: a) prstni odtisi in vzorci se 
hranijo samo za omenjen namen odkrivanja, preiskave in pregona kaznivega dejanja; b) 
prstni odtisi in vzorci so neuporabni brez primerjalnega prstnega odtisa ali vzorca s 
prizorišča kaznivega dejanja; c) prstni odtisi niso javni; d)  nestrokovnjak iz shranjenega 
materiala ne more prepoznati osebe; e) razširitev nacionalne podatkovne zbirke zaradi 
hrambe ponuja ogromne prednosti za boj proti resnim kaznivim dejanjem.  
V odgovoru na ugovor, da bi lahko bil enak cilj dosežen na manj invaziven način, in sicer s 
posamezno obravnavo, katere prstne odtise in vzorce naj bi hranili in katere ne, Lord 
Steyn navaja mnenje sodnika Wallerja s prizivnega sodišča, ki pravi: »Če naj bo 
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utemeljitev hrambe povezana z mnenjem policije glede nedolžnosti, potem osebe, ki so 
bile oproščene in se njihovi vzorci hranijo, lahko utemeljeno rečejo, da jih to stigmatizira 
in diskriminira – nekdo je oproščen kot nedolžen, vendar se obravnava, kot da ni. 
Dejansko ne gre za stigmatizacijo nekoga, ki je bil oproščen, ker se zakonito pridobljeni 
vzorci hranijo po zakonu; v javnem interesu glede boja proti kaznivim dejanjem je, da ima 
policija čim večjo podatkovno zbirko.«  Lord Steyn ne priznava, da bi zbirka med vzorci in 
profili DNK vplivala na stališče. House of Lords je zavrnilo pritožbo tožnikov, da jih hramba 
prstnih odtisov in vzorcev diskriminira, kar krši 14. člen Konvencije, v primerjavi z ljudmi, 
ki jim niso bili odvzeti prstni odtisi in vzorci v preiskavi kaznivega dejanja.  
Baroness Hale of Richmond se ne strinja z večino in pravi, da pomeni hramba prstnih 
odtisov in podatkov DNK poseg države v pravico osebe do zasebnosti; zahtevala je  
utemeljitev na podlagi Konvencije. Po njenem mnenju je genetska zgradba posameznika 
njegova najbolj zasebna zadeva. 
Notranja zakonodaja: 
Anglija in Wales: zakon o policijski in kazenski evidenci iz leta 1984 (PACE) 
V PACE so navedena pooblastila za jemanje prstnih odtisov in vzorcev (razdelka 61 in 63). 
Prstni odtisi se lahko odvzamejo brez soglasja le, če policist, ki je višji inšpektor, odobri 
odvzem, ali če je oseba obdolžena kaznivega dejanja, ki se evidentira, ali če je bila 
obveščena, da bo prijavljena zaradi takega kaznivega dejanja. Pred odvzemom prstnih 
odtisov mora biti oseba obveščena, da se lahko prstni odtisi uporabljajo za preiskave. 
Evidentira se tudi razlog za odvzem prstnih odtisov.   
Podobni predpisi veljajo za odvzem vzorcev (razdelek 63). Razdelek 64 (1) (a) v PACE v 
zvezi s hrambo prstnih odtisov in vzorcev in evidence o njih je bil vključen v razdelek 82 
Zakona o kazenskih zadevah in policiji iz leta 2001. Določa naslednje: »Če se osebi 
odvzamejo prstni odtisi ali vzorci v povezavi s preiskavo kaznivega dejanja in če se ne 
zahteva, da se uničijo, se prstni odtisi ali vzorci lahko hranijo, potem ko je bil izpolnjen 
namen, zaradi katerega so bili odvzeti, vendar se lahko uporabljajo samo za namene 
preprečevanja ali odkrivanja kaznivih dejanj, preiskavo kaznivega dejanja ali izvedbo 
pregona. Če se prstni odtisi ali vzorci odvzamejo osebi v povezavi s preiskavo kaznivega 
dejanja in če oseba ni osumljena kaznivega dejanja, jih je treba, razen kot je določano v 
naslednjih določbah tega razdelka, uničiti takoj, ko je izpolnjen namen, za katerega so bili 
odvzeti. Vzorcev in prstnih odtisov ni treba uničiti, če so bili odvzeti za namene preiskave 
kaznivega dejanja, za katero je bila oseba obsojena,  in tudi če je bil vzorec oz. prstni 
odtis odvzet obsojeni osebi za namene navedene preiskave.« 
Razdelek 64 v prejšnji obliki je vseboval zahtevo, da se morajo v primeru, da je oseba, ki 
so ji bili prstni odtisi ali vzorci odvzeti v povezavi s preiskavo, oproščena kaznivega 
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dejanja, prstni odtisi ali vzorci, ob upoštevanju nekaterih izjem, uničiti »čim prej po 
zaključku postopka.« 
Poznejša uporaba materialov, ki se hranijo na podlagi razdelka 64 (1) (a), ni urejena s 
statutom, razen omejitve uporabe v navedeni odločbi. V referenci generalnega 
pravobranilca (št. 3, 1999) je House of Lords menil, da prepoved uporabe nezakonito 
hranjenih vzorcev »za namen katerekoli preiskave« ne pomeni obvezne izključitve 
dokazov, pridobljenih zaradi neizpolnjevanja prepovedi, ampak je vprašanje dopustnosti 
prepustil presoji zadevnega sodišča.  
Zakon o varstvu osebnih podatkov je bil sprejet 16. 7. 1998 na podlagi Direktive 95/46/EC 
Evropskega parlamenta in Sveta. V skladu z varstvom podatkov so osebni podatki tisti 
podatki, ki se nanašajo na živo osebo, ki se lahko identificira z navedenimi podatki ali 
drugimi informacijami, ki jih ima ali bi jih lahko dobil nadzornik podatkov in obsegajo vsa 
mnenja o osebi in vse navedbe namenov nadzornika podatkov ali druge osebe v zvezi z 
navedeno osebo. »Občutljivi osebi podatki« so osebni podatki, ki obsegajo med drugim 
podatke o rasi ali etičnem izvoru osebe, njeni storitvi ali domnevni storitvi kaznivega 
dejanja, ki ga je storila ali naj bi ga storila, v zvezi s postopkom ali sodbo sodišča v 
postopku. Zakon določa, da se za obdelavo osebnih podatkov uporablja osem načel 
varstva podatkov, ki so našteta v prilogi 1. Prvo načelo določa, da se osebni podatki 
obdelujejo pravično in zakonito, zlasti pa se ne obdelujejo, a) če ni izpolnjen vsaj en pogoj 
iz priloge 2; in b) v primeru občutljivih osebnih podatkov, če ni izpolnjen tudi vsaj en 
pogoj iz priloge 3. V prilogi 2 je podroben seznam pogojev, med drugim pa določa, da je 
obdelava osebnih podatkov potrebna za izvajanje sodne oblasti ali za izvajanje drugih 
javnih funkcij v javnem interesu, ki jih izvaja katera koli oseba. V prilogi 3 je podrobnejši 
seznam pogojev, ki vključujejo pogoj, da je obdelava občutljivih osebnih podatkov 
potrebna ali povezana s sodnimi postopki ali z izvajanjem sodne oblasti in se izvaja z 
ustreznimi varovali za pravice in svoboščine oseb, na katere se nanašajo podatki. V 
razdelku 29 je zlasti določeno, da so osebni podatki, ki se obdelujejo zaradi preprečevanja 
ali odkrivanja kaznivih dejanj, izvzeti od prvega načela, razen v delu, ki zadeva skladnost s 
pogoji iz prilog 2 in 3. Peto načelo določa, da se osebni podatki, ki se obdelujejo za kateri 
koli namen, ne hranijo dlje, kot je potrebno za navedene namene.  
Komisar za informacije, določen v skladu z zakonom, ima neodvisno nalogo, da spodbuja 
naslednjo dobro prakso nadzornikov podatkov, in je pooblaščen, da sprejema odločitve 
(obvestila o izvršitvi) v ta namen (razdelek 40). V skladu z zakonom je neupoštevanje 
obvestil o izvršitvi (razdelek 47) ali pridobivanje ali razkritje osebnih podatkov ali 
vsebovanih podatkov brez soglasja nadzornika podatkov kaznivo dejanje (razdelek 55). 
Razdelek 13 določa pravico, da se na nacionalnih sodiščih lahko zahteva odškodnina 
zaradi kršitve tega zakona.  
 111 
 
 
Smernice za hrambo evidence v nacionalni policijski bazi podatkov iz leta 2006: zveza 
šefov policije Anglije in Walesa je sprejela smernice za hrambo prstnih odtisov in podatkov 
DNK. Smernice temeljijo na omejitvi dostopa do podatkov v nacionalni policijski bazi 
podatkov (PNC) in ne na brisanju podatkov. Priznavajo, da bi lahko njihova uvedba 
vplivala na delo nepolicijskih agencij, s katerimi si policija trenutno izmenjuje podatke iz te 
baze. Smernice določajo več ravni dostopa do informacij v PNC. Dostop do informacij o 
osebah, ki niso bile obsojene za kaznivo dejanje, se samodejno omeji, tako da so te 
informacije dostopne samo policiji. Dostop do informacij o obsojenih osebah se prav tako 
omeji po določenem obdobju, ki lahko traja od 5 do 35 let glede na težo kaznivega 
dejanja, starost osumljenca in izrečeno kazen. Za nekatera kazniva dejanja se dostop 
nikoli ne omeji. Policijski načelniki so nadzorniki podatkov za vse vpise v PNC, ki jih je 
vpisala policija. V izrednih primerih lahko po lastni presoji dovolijo izbris obsodbe, kazni 
itd. Postopek za to je naveden v prilogi 2. Izredni primeri so po definiciji redki in so med 
drugim tisti, v katerih je bil prvotni odvzem prostosti nezakonit ali kjer se nedvomno 
ugotovi, da kaznivega dejanja ni bilo. Preden se določi, da je primer izreden, mora 
načelnik policije preveriti »projekt hrambe DNK in prstnih odtisov.«       
Škotska: v skladu s škotskim zakonom o kazenskem postopku iz leta 1995 se morajo 
vzorci DNK in z njimi povezani profili uničiti, če oseba ni obsojena ali je oproščena. 
Biološki vzorci in profili se lahko hranijo 3 leta, če je oseba, ki ji je bila odvzeta prostost, 
osumljena nekaterih spolnih ali nasilnih kaznivih dejanj, četudi ni obsojena (razdelek 83 
zakona iz leta 2006, ki zakonu iz leta 1995 dodaja razdelek 18 a). Po tem času je treba 
vzorce in podatke uničiti, razen če glavni policijski načelnik zahteva dvoletno podaljšanje.  
Severna Irska: odločba Severne Irske o policijski in kazenski evidenci iz leta 1989 je bila 
sprejeta leta 2001, enako kot PACE, ki se uporablja v Angliji in Walesu. Ustrezne določbe, 
ki trenutno urejajo hrambo prstnih odtisov in podatkov DNK na Severnem Irskem, so 
enake kot tiste, ki veljajo v Angliji in Walesu. 
Poročilo Nuffieldovega sveta o bioetiki: v skladu z zadnjim poročilom Nuffieldovega sveta 
o bioetiki je hramba prstnih odtisov, profilov DNK in bioloških vzorcev na splošno 
spornejša kakor odvzem takih bioloških podatkov, hramba bioloških vzorcev pa zbuja 
večje etične skrbi kakor digitalizirani profili DNK in prstni odtisi zaradi informacij, ki bi se 
lahko s tem razkrivale. Poročilo zlasti navaja pomanjkanje zadovoljivih empiričnih 
dokazov, ki bi upravičili sedanjo prakso hrambe prstnih odtisov ter vzorcev in profilov DNK 
oseb, ki jim je bila odvzeta prostost zaradi kaznivih dejanj, za nedoločen čas, ne glede na 
to, ali so bili potem obsojeni ali ne. V poročilu je zlasti izražena skrb glede stalne hrambe 
bioloških informacij o mladoletnih osebah, glede na zahteve Konvencije OZN o pravicah 
otrok iz leta 1989. 
V poročilu je tudi izražena skrb glede naraščanja uporabe podatkov DNK za iskanje 
sorodstvenih povezav, po katerih se lahko sklepa na etnično poreklo, in za neoperativne 
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raziskave. Iskanje sorodnih povezav je postopek, po katerem se primerja profil DNK s 
prizorišča kaznivega dejanja s profili, shranjenimi v nacionalni podatkovni zbirki, pri čemer 
se jih razvrsti glede na »podobnost«. S tem bi lahko odkrili morebitne genetske sorodnike 
storilca kaznivega dejanja. Z iskanjem sorodnih povezav bi lahko torej odkrili prej neznane 
ali skrite genetske povezave. Poročilo meni, da je uporaba podatkovne zbirke DNK pri 
iskanju sorodnikov posebej občutljivo. Posebna kombinacija alel v profilu DNK se lahko 
uporabi tudi za ocenjevanje najverjetnejšega etničnega porekla donatorja. Ugovarjanje 
etnične pripadnosti prek profila DNK je omogočeno, ker se »etnični videz« sistematično 
evidentira v podatkovno zbirko: pri odvzemu bioloških vzorcev policija rutinsko opredeli 
osumljenca v enega od sedmih etničnih profilov. Zato bi test etnične pripadnosti v 
podatkovni zbirki policiji omogočil zožiti krog osumljencev. V poročilu je navedeno, da se 
zaradi tega ustavi, preišče in aretira nesorazmerno veliko temnopoltih ljudi in drugih 
etničnih manjšin, njihovi vzorci DNK pa se evidentirajo; zato izraža zaskrbljenost, ker bi to 
lahko krepilo rasizem. 
Upoštevana notranja in mednarodna gradiva 
Svet Evrope: Konvencija Sveta Evrope iz leta 1981 o varstvu posameznikov glede na 
avtomatsko obdelavo osebnih podatkov, ki je v Združenem Kraljestvu začela veljati 1. 12. 
1987, določa, da so osebni podatki vsi podatki, ki se nanašajo na identificirano osebo ali 
osebo, ki jo je mogoče identificirati (oseba, na katero se podatki nanašajo).  
Člen 5: Osebni podatki, ki se avtomatsko obdelujejo, so: a) pridobljeni in obdelani 
zakonito; b) shranjeni za določene in zakonite namene in se ne uporabljajo na način, ki je 
nezdružljiv s temi nameni; c) primerni, ustrezni in ne pretirani glede na namene, za katere 
so hranjeni; d) točni in ažurni; e) v obliki, ki omogoča identifikacijo posameznikov v večji 
meri kot je potrebno za namen, za katerega so ti podatki shranjeni. 
Obrazložitveni memorandum k priporočilu v zvezi s točko 8 določa: »Delovna skupina se 
je zavedala, da je bila priprava osnutka priporočila številka 8 občutljiva zaradi različnih 
težavnih zavarovanih interesov. Treba je bilo doseči pravilno ravnovesje med temi 
interesi. EKČP in Konvencija o varstvu podatkov določata izjeme za  interese 
zmanjševanja kaznivih dejanj in varstva pravic in svoboščin tretjih oseb. Vendar pa so 
izjeme dovoljene samo, če so skladne s tem, kar je potrebno v demokratični družbi. Ker 
sta glavna namena zbiranja vzorcev in izvajanja analiz DNK na takih vzorcih identifikacija 
storilcev kaznivih dejanj ter oprostitev osumljencev kaznivih dejanj, bi bilo treba podatke 
zbrisati, ko osebe niso več osumljene. Zastavlja se vprašanje, kako dolgo se lahko hranijo 
ugotovitve DNK in vzorci, na katerih temeljijo, v primeru, da se krivda dokaže. Splošno 
pravilo bi moralo biti, da se podatki izbrišejo, kadar niso več potrebni za namene, za 
katere so bili zbrani in uporabljeni. Tako bi bilo na splošno v primeru, ko se sprejme 
končna odločitev glede krivde storilca. To naj bi bila odločitev sodišča. Delovna skupina je 
ugotovila, da je treba v nekaterih primerih vzpostaviti podatkovne zbirke za določene 
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kategorije kaznivih dejanj, za katere bi lahko veljalo, da zaradi teže kaznivega dejanja 
omogočajo drugo rešitev. Delovna skupina je prišla do tega zaključka po temeljiti analizi 
zadevnih določb v EKČP, Konvenciji o varstvu podatkov in drugih pravih instrumentih, 
sestavljenih v okviru Sveta Evrope. Upoštevala je tudi, da vse države vodijo kazensko 
evidenco in da se taka evidenca lahko uporablja v kazenskem pravosodju. Upoštevala je, 
da bi bila taka izjema dopustna pod nekaterimi strogimi pogoji: če je prišlo do obsodbe; 
če je bila obsodba izrečena za resno kaznivo dejanje zoper življenje, integriteto in varnost 
osebe; če je obdobje hrambe strogo omejeno; če je hramba zakonsko določena in 
urejena; če se za hrambo uporablja nadzor parlamenta ali neodvisnega nadzornega 
organa«.  
Zakonodaja in praksa v državah članicah Sveta Evrope 
V skladu z informacijami, ki so jih navedle članice ali ki jih ima drugače na razpolago 
sodišče, večina držav članic Sveta Evrope omogoča obvezni odvzem prstnih odtisov in 
vzorcev v okviru kazenskega postopka. Vsaj dvajset držav članic ima urejen odvzem 
podatkov DNK in njihovo hrambo v nacionalnih podatkovnih zbirkah ali v drugih oblikah 
(Avstrija, Belgija, Češka, Danska, Estonija, Finska, Francija, Nemčija, Grčija, Madžarska, 
Irska, Italija, Latvija, Luksemburg, Nizozemska, Norveška, Poljska, Španija, Švedska in 
Švica). Njihovo število nenehno narašča. V večini teh držav odvzem podatkov DNK v 
okviru kazenskega postopka ni sistematičen, ampak je omejen na posebne okoliščine 
in/ali na težja kazniva dejanja, zlasti na tista, ki so kazniva z zaporno kaznijo. Združeno 
Kraljestvo je edina država članica, ki izrecno dovoljuje sistematično in neomejeno hrambo 
profilov DNK in vzorcev celic oseb, ki so bile oproščene ali zoper katere je bil kazenski 
postopek prekinjen. Pet držav zahteva, da se taki podatki uničijo po uradni dolžnosti ob 
oprostitvi ali prenehanju kazenskega postopka. Deset držav uporablja enako splošno 
pravilo z nekaterimi zelo omejenimi izjemami: Nemčija, Luksemburg in Nizozemska 
omogočajo hrambo podatkov, kadar ostaja oseba osumljena, ali če so v ločeni zadevi 
potrebne dodatne preiskave; Avstrija dovoljuje hrambo, če obstaja tveganje, da bo 
osumljenec zagrešil težko kaznivo dejanje; Poljska enako ravna v zvezi z nekaterimi 
težkimi kaznivimi dejanji; Norveška in Španija dovoljujeta hrambo profilov, če je 
obdolženec oproščen zaradi pomanjkanja kazenske odgovornosti; Finska in Danska 
dovoljujeta hrambo za eno oz. deset let v primeru oprostitve; Švica pa za eno leto v 
primeru prekinitve kazenskega postopka. V Franciji se lahko profili DNK hranijo 25 let po 
oprostitvi ali umiku obtožb; v tem času lahko javni tožilec zahteva njihov predčasen izbris 
na lastno pobudo ali na zahtevo, če hramba teh podatkov ni več potrebna za namen 
identifikacije v povezavi s preiskavo v kazenskem postopku. Tudi Estonija in Latvija 
omogočata hrambo profilov DNK za osumljence za določeno dobo po oprostitvi. Hramba 
profilov DNK obsojenih oseb je praviloma dovoljena za omejeno obdobje po obsodbi ali po 
smrti obsojenca. Videti je torej, da je Združeno kraljestvo edina država članica, ki izrecno 
dovoljuje sistematično in neomejeno hrambo profilov in vzorcev obsojencev. V zvezi z 
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odvzemom vzorcev celic ali hrambo vzorcev ali profilov DNK so v večini držav članic na 
voljo mehanizmi za pritožbe pred organi za spremljanje varstva podatkov in/ali pred 
sodišči. 
Evropska unija 
Direktiva 95/46/EC z dne 24. 10. 1995 o varstvu posameznikov pri obdelavi osebnih 
podatkov in o prostem pretoku takih podatkov določa, da je namen nacionalne 
zakonodaje o obdelavi osebnih podatkov varovati predvsem pravico do zasebnosti, ki jo 
priznavata 8. člen EKČP pa tudi splošna zakonodaja Skupnosti. Direktiva določa številna 
načela, ki dajejo vsebino in razširjajo tista, ki jih vsebuje Konvencija Sveta Evrope. Države 
članice lahko sprejmejo predpise za omejitev obsega obveznosti in pravic, določenih v 
direktivi, kadar je taka omejitev potrebna za preprečevanje, preiskave, odkrivanje in 
pregon kaznivih dejanj (13. člen).   
Prümska konvencija o poglobitvi čezmejnega sodelovanja zlasti na področju boja proti 
terorizmu, čezmejnega kriminalna in nezakonitega preseljevanja, ki jo je 27. 5. 2005 
podpisalo več držav članic EU, določa pravila za pošiljanje podatkov o prstnih odtisih in 
DNK drugim pogodbenicam in za njihovo samodejno pregledovanje v podatkovnih 
zbirkah. Člen 34 zagotavlja raven varstva osebnih podatkov, ki je vsaj enaka ravni 
varstva, določeni v konvenciji o varstvu podatkov, od pogodbenih pa zahteva, da 
upoštevajo priporočilo št. R (87) 15 odbora ministrov Sveta Evrope. Okvirni sklep Sveta z 
dne 24. 6. 2008 se nanaša na varstvo osebnih podatkov, ki se obdelujejo v okviru 
policijskega in pravosodnega sodelovanja v kazenskih zadevah.  
Sodna praksa v drugih jurisdikacijah 
V zadevi R. proti RC (2005) je kanadsko vrhovno sodišče obravnavalo vprašanje hrambe 
vzorcev DNK, odvzeto mladoletnim osebam, ki prvič kršijo predpise, v nacionalni 
podatkovni zbirki. Sodišče je podprlo odločitev sodnika, ki je ugotovil, da bi bil glede na 
načela in cilje zakonodaje o mladoletnem prestopništvu učinek hrambe DNK precej 
nesorazmeren. Fish J. ugotavlja: »Bolj zaskrbljujoč je učinek odločbe na interese 
posameznika v zvezi z zasebnostjo podatkov. V zadevi R. proti Plant (1993) je sodišče 
ugotovilo, da razdelek 8 Listine varuje »Biografske osebne podatke, ki bi jih posamezniki v 
svobodni in demokratični družbi želeli zaščititi pred pošiljanjem državi.« Posameznikov 
DNK vsebuje najbolj osebne in zasebne podatke. Za razliko od prstnih odtisov lahko 
razkriva najintimnejše podatke o biološki sestavi posameznika. Odvzem in hramba vzorca 
DNK ni malenkost in če ni v resnem javnem interesu, je to hud poseg v pravico 
posameznika do zasebnosti in zaupnosti.   
Komisija OZN o otrokovih pravicah iz leta 1989: 40. člen Konvencije OZN o otrokovih 
pravicah z dne 20. 11. 1989 določa, da je pravica vsakega otroka, ki je osumljen, obtožen 
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ali spoznan za krivega, kršenje kazenskega zakona, da z njim ravnajo na način, ki je v 
skladu z razvijanjem otrokovega občutka za dostojanstvo in vrednost, ki krepi otrokovo 
spoštovanje človekovih pravic in temeljnih svoboščin drugih in ki upošteva njegovo starost 
ter zaželeno spodbujanje njegove ponovne vključitve v družbo in prevzemanje dejavne 
vloge v njej.     
Gradiva, ki so jih predložile tretje osebe: nacionalni svet za državljanske svoboščine je 
predložil sodno prakso in znanstvena gradiva, ki med drugim opozarjajo na občutljivost 
celičnih vzorcev in profilov DNK ter kako njihova hramba vpliva na zasebnost. Privacy 
International navaja nekatera osnovna pravila in načela o varstvu podatkov, ki jih je 
prijavil Svet Evrope, in vztraja, da so zelo pomembna za razlago zahteve po sorazmernosti 
iz 8. člena EKČP. Poudarja zlasti, da so »stroga obdobja« priporočena v priporočilu št. R 
(92) 1 odbora ministrov za hrambo vzorcev celic in profilov DNK. Poudaril je tudi, da so v 
nacionalni podatkovni zbirki DNK Združenega kraljestva nekatere skupine prebivalstva, 
zlasti mladi, nesorazmerno zastopani in da bi tako stanje lahko povzročilo nepravičnost. 
Zaskrbljujoče je tudi izkoriščanje podatkov za raziskave sorodnosti in dodatne raziskave.   
Presoja sodišča v skladu z zakonom:  Sodišče z vidika ustaljene sodne prakse ugotavlja, 
da besedilo »v skladu z zakonom« zahteva, da mora imeti izpodbijani ukrep osnovo v 
domačem pravu in mora biti skladen s pravno državo, kar je izrecno navedeno v uvodu 
Konvencije in vsebovano v 8. členu Konvencije. Zakon mora biti torej ustrezno dostopen 
in predvidljiv, kar pomeni, da mora biti izražen dovolj natančno, da posamezniku, po 
potrebi tudi s svetovanjem, omogoča, da se odloči, kako bo ravnal. Da nacionalna 
zakonodaja izpolni te zahteve, mora zagotavljati primerno pravno varstvo pred 
pristranskostjo in skladno s tem dovolj jasno navajati obseg pravic, ki jih imajo pristojni 
organi, ter način njihovega uresničevanja (primer sodbe Malone proti UK).  
Sodišče bo to vprašanje obravnavalo z ustreznim upoštevanjem zadevnih instrumentov 
Sveta Evrope ter zakonodaje in prakse drugih pogodbenic. Temeljna načela varstva 
podatkov zahtevajo, da je hramba podatkov sorazmerna glede na namen zbiranja in da 
mora biti obdobje hrambe omejeno. Videti je, da pogodbenice dosledno uporabljajo ta 
načela v sektorju policije v skladu s konvencijo o varstvu podatkov in poznejšimi 
priporočili odbora ministrov. Kar zadeva vzorce celic DNK, večina pogodbenic dovoljuje, da 
se taki materiali odvzamejo v kazenskem postopku samo osebam, osumljenim kaznivih 
dejanj določene teže. Večina pogodbenic, ki imajo vzpostavljene podatkovne zbirke DNK, 
zahteva, da se vzorci in profili DNK iz teh vzorcev odstranijo ali uničijo takoj ali v 
določenem času po oprostitvi ali opustitvi primera. V nekaterih pogodbenicah so dovoljene 
izjeme od tega načela le v primeru odraslih, obdolženih nasilnih ali spolnih kaznivih dejanj, 
in tudi v tem primeru le za tri leta, z možnostjo podaljšanja za nadaljnji dve leti (z 
dovoljenjem načelnika).     
Pravo  
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Domnevna kršitev 8. člena EKČP: tožnika sta se pritožila na podlagi 8. člena Konvencije 
zaradi hrambe njunih prstnih odtisov, vzorcev celic in profilov DNK v skladu z razdelkom 
64 (1A) zakona o policiji in kazenski evidenci iz leta 1984 (PACE). 8. člen Konvencije 
določa: »Vsak ima pravico do spoštovanja zasebnosti.«  in »Javni organi ne posegajo v 
uresničevanje te pravice, razen v kolikor je v skladu z zakonodajo potrebno v 
demokratični družbi, za preprečevanje nemirov ali kaznivih dejanj.«  
Obstoj posega v zasebnost: Sodišče bo najprej obravnavalo, ali hramba prstnih odtisov, 
profilov DNK in vzorcev celic predstavlja poseg v zasebnost.  
Trditve strank: tožnika pravita, da hramba njunih prstnih odtisov, vzorcev celic in profilov 
DNK posega v njuno pravico do varstva zasebnosti, ker so tesno povezani z njuno osebno 
integriteto. S hrambo teh podatkov imajo drugi stalen dostop do velike količine njunih 
osebnih podatkov. Poudarjata zlasti, da je to še posebej problematično pri otroku (prvi 
tožnik). 
Država se strinja, da so prstni odtisi, profili DNK in vzorci osebni podatki v smislu zakona o 
varstvu podatkov, če jih imajo osebe, ki lahko posameznika identificirajo. Meni pa, da 
samo hramba prstnih odtisov, profilov DNK in vzorcev za omejeno rabo, ki je dovoljena na 
podlagi razdelka 64 PACE, ne spada v obseg uporabe pravice do varstva zasebnosti na 
podlagi prvega odstavka 8. člena Konvencije. Razen odvzetja teh podatkov njihova 
hramba ne posega v fizično in psihično integriteto, prav tako ne krši njihove pravice do 
osebnostnega razvoja. Država pravi, da se tožnika dejansko bojita, da bi bili shranjeni 
vzorci v prihodnje zlorabljeni in v tej zvezi poudarja, da je uporaba teh materialov po 
zakonu omejena.  
Tožnika trdita, da hramba prstnih odtisov, vzorcev celic in profilov DNK ni utemeljena na 
podlagi drugega odstavka 8. člena Konvencije. Tožnika ugovarjata, da se časovno 
neomejena hramba prstnih odtisov, vzorcev celic in profilov DNK nekaznovanih oseb ne 
more šteti »za potrebo v demokratični družbi« za namen preprečevanja kaznivih dejanj.  
Trdita tudi, da je hramba nesorazmerna, ker ne zadeva zadevnih kaznivih dejanj, zaradi 
neomejenosti, ker ne upošteva okoliščin itd. 
Država trdi, da je poseganje, ki je posledica hrambe prstnih odtisov, vzorcev celic in 
profilov DNK, utemeljeno na podlagi drugega odstavka 8. člena Konvencije. Pravi tudi, da 
je poseg potreben in sorazmeren za zakoniti namen preprečevanja nemirov ali kaznivih 
dejanj ali za varstvo pravic in svoboščin drugih ljudi. Nacionalna podatkovna zbirka DNK je 
imela 30. 9. 2005 181.000 profilov posameznikov, ki bi imeli pred spremembami iz leta 
2001 pravico do uničenja teh profilov. Od teh profilov jih je bilo pozneje 8.251 povezanih 
s prizorišči kaznivega dejanja v zvezi s 13.079 kaznivimi dejanji, med njimi je bilo 109 
umorov, 55 poskusov umora, 116 posilstev, 67 kaznivih dejanj, povezanih s spolnostjo, 
105 vlomov in 126 kršitev s področja prepovedanih drog.  
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V skladu s tem je bil v obravnavani zadevi kršen 8. člen Konvencije.  
Domnevna kršitev 14. člena v povezavi z 8. členom Konvencije: tožnika trdita, da sta bila 
diskriminirana v primerjavi z drugimi v podobnem položaju, in sicer z drugimi 
neobsojenimi osebami, katerih vzorci naj bi bili že uničeni na podlagi zakonodaje. Ta 
obravnava zadeva njun status in spada v obseg uporabe 14. člena Konvencije, ki se je 
vedno tolmačil široko. Iz razlogov, navedenih v njuni utemeljitvi pod 8. členom 
Konvencije, ni bilo razumne ali objektivne utemeljitve za obravnavo, niti zakonodajnega 
cilja ali razumnega sorazmerja s predvidenim legitimnim ciljem preprečevanja kaznivih 
dejanj, zlasti kar zadeva vzorce, ki nimajo nobene vloge pri odkrivanju ali preprečevanju 
kaznivih dejanj. Popolnoma neprimerno in škodljivo je hraniti material osebe, ki bi se 
morala šteti za nedolžno. Država trdi, da se 8. člen Konvencije ne uporablja, zato se tudi 
14. člen ne. Četudi bi se, bi bila obravnava različna, ker se vsi v podobnem položaju 
obravnavajo enako; tožnika se ne moreta primerjati s tistimi, ki jim ni vzorcev odvzela 
policija, ali tistimi, ki so vzorce oddali prostovoljno. V vsakem primeru razlika v obravnavi 
ni posledica statusa ali osebnih značilnosti, ampak preteklih dejstev. Če sta obravnavana 
drugače, je to objektivno utemeljeno.  
Sodišče v svojem zaključku zgoraj pravi, da hramba tožnikovih prstnih odtisov, vzorcev 
celic in profilov DNK krši 8. člen Konvencije. Glede na utemeljitev, s katero je prišlo do 
tega zaključka, sodišče meni, da ni treba ločeno obravnavati pritožbe tožnikov na podlagi 
14. člena Konvencije.   
Tožnika zahtevata, naj jima Sodišče (ESČP) odobri nepremoženjsko odškodnino ter 
odškodnino za stroške. Tožnika zahtevata odškodnino za nepremoženjsko škodo v višini 
vsak 5.000 GBP za stisko in skrb, ki ju občutita, ker se zavedata, da država neupravičeno 
hrani njune intimne podatke, ter za stisko in skrb, ki ju občutita, ker morata to zadevo 
urejati prek sodišča.  
Država se sklicuje na sodno prakso in pravi, da bi ugotovitev kršitve že sama zadostovala 
za zadoščenje tožnikov; pravi tudi, da se ta primer razlikuje od tistih, v katerih so bile 
ugotovljene kršitve zaradi uporabe ali razkritja osebnih podatkov. Sodišče navaja, da 
hramba tožnikovih prstnih odtisov in podatkov DNK krši njune pravice iz 8. člena 
Konvencije. V skladu s 46. členom Konvencije bo morala država pod nadzorom odbora 
ministrov izvesti ustrezne splošne in/ali individualne ukrepe za izpolnitev svojih 
obveznosti, da zavaruje pravico tožnikov in drugih oseb v podobnem položaju do varstva 
zasebnosti. V teh okoliščinah Sodišče meni, da se ugotovitev kršitve, s posledicami, ki 
bodo sledile v prihodnosti, lahko šteje kot zadostno in pravično zadoščenje. Zato Sodišče 
zavrne zahtevek tožnikov za odškodnino za nepremoženjsko škodo. 
Stroški: tožnika sta tudi zahtevala, naj jima sodišče dodeli 52.066,25 GBP za stroške, ki 
sta jih imela v zvezi s sojenjem, svoj zahtevek pa sta podprla s podrobno dokumentacijo.  
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Sodišče meni, da je njuna zahteva popolnoma nerazumna. Trdi zlasti, da so urne postavke 
odvetnikov pretirane in bi se morale zmanjšati na največ dve tretjini zneska, ki ga 
zahtevata tožnika. Trdit še, da tožnika ne bi smela zahtevati vračila stroškov za četrtega 
odvetnika, ki se je v postopek vključil pozneje, zaradi česar se je delo podvajalo. Država 
zaključuje, da bi morali biti morebitni odobreni stroški omejeni na 15.000,00 GBP oz. 
največ 20.000,00 GBP. Po eni strani so bile vloge precej zapletene, ker sta jih morala 
preučiti senat in veliki senat, obsegale so tudi več opazovanj in ustno zaslišanje. 
Zastavljajo se tudi pomembna pravna vprašanja in vprašanja glede načel, ki zahtevajo 
precejšnji obseg dela. Potrebna je temeljita raziskava sedanje razprave o vprašanju 
hrambe prstnih odtisov in podatkov DNK v Združenem kraljestvu ter celovita primerjalna 
raziskava zakonov in prakse v drugih državah pogodbenicah ter ustreznih besedil in 
dokumentov Sveta Evrope. Sodišče po drugi strani meni, da je skupni znesek 52.066,25 
GBP, ki ga tožnika zahtevata,  pretiran. Strinja se z državo, da je imenovanje četrtega 
odvetnika v poznejši fazi postopka povzročilo podvajanje dela. Sodišče tožnikom za 
stroške priznava 42.000 EUR, od tega se odšteje 2.613,07 EUR, ki sta jih prejela za 
pravno pomoč od Sveta Evrope.  
Zaradi zgoraj navedenih razlogov ESČP enoglasno odloči: 
1. meni, da je bil kršen 8. člen EKČP; 
2. meni, da pritožbe na podlagi 14. člena EKČP ni treba obravnavati ločeno; 
3. meni, da je ugotovitev kršitve že sama po sebi zadoščenje za nepremoženjsko 
škodo, ki sta jo utrpela tožnika; 
4. meni, da mora tožena država tožnikoma v 3 mesecih plačati 42.000,00 EUR za 
stroške, od tega zneska se odšteje 2.613,07 EUR, ki so bili tožnikoma že izplačani 
kot pravna pomoč; in meni, da se od izteka zgoraj navedenih 3 mesecev do 
poravnave na zgornji znesek zaračunajo obresti po stopnji, ki je enaka stopnji 
mejnega posojanja ECB; 
5. zavrača preostali del zahtevka tožnikov po pravičnem zadoščenju.   
 
Lastno mnenje: menim, da je hramba prstnih odtisov, vzorcev celic in zapisov 
DNK, v primeru S. in Marper proti Združenemu kraljestvu poseganje države v 
pravico do zasebnosti. Menim, da bi moral zakon izrecno opredeliti, kdaj se v 
evidenco vnesejo podatki posameznikov, in sicer samo tistih, ki jim je bilo kaznivo 
dejanje dokazano in je bila obtožnica pravnomočna. V nasprotnem primeru je 
hramba tako občutljivih podatkov posameznika kot so prstni odtisi, vzorci celic in 
zapisi DNK grob poseg v posameznikovo zasebnost in kršitev 8. člena EKČP.   
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10.2 SODNA PRAKSA SODIŠČA EU  
Sodišče EU skupaj s sodišči držav članic skrbi za skladno uporabo in razlago prava 
Evropske Unije. Sodišče odloča o individualnih in državnih pritožbah glede domnevnih 
kršitev državljanskih in političnih pravic, ki so določene z EKČP.  
10.2.1 SODBA SODIŠČA V ZDRUŽENIH ZADEVAH OD C–446/12 DO C–
449/12, 16. 3. 2015 
Predlogi so bili vloženi v okviru spora med Willimsom, Kooistro, Roestom in Luijkom, na 
eni strani in pristojnimi župani na drugi strani, in sicer zaradi zavrnitve izdaje potnih listov 
in osebne izkaznice.  
Trije tožniki Willems, Roest in Luijk so vložili vloge za izdajo potnega lista. Pristojni župani 
so te vloge zavrnili, ker vlagatelji niso dovolili odvzem prstnih odtisov. Tožnik Kooistra je 
vložil vlogo za izdajo nizozemske osebne izkaznice, ki je bila prav tako zavrnjena, ker ni 
dovolil odvzema prstnih odtisov in pridobitve podobe obraza. Tožeče stranke menijo, da je 
pridobitev in hramba njihovih digitalnih prstnih odtisov in v enem primeru tudi pridobitev 
podobe obraza, velik poseg v njihovo integriteto, telesno celovitost in pravico do varstva 
zasebnega življenja. Menijo, da se poseg v njihovo  zasebno življenje nanaša predvsem 
zaradi hrambe podatkov na treh ločenih medijih. Hranili naj bi se zgolj na pomnilniškem 
mediju v potnem listu ali osebni izkaznici, hranijo pa se tudi v decentralizirani bazi 
podatkov. »Zakon o potnem listu določa, da se bodo občinske decentralizirane baze 
podatkov združile v centralizirano bazo podatkov, zato pa naj bi se povečala tveganja za 
varnost navedenih podatkov. Poleg tega naj ne bi obstajale določbe, ki jasno 
opredeljujejo osebe, ki dostopajo do biometričnih podatkov. Tožniki trdijo, da bi organi v 
prihodnosti lahko uporabili biometrične podatke za druge namene in ne le za tiste, za 
katere so jih dali. Hrambo teh podatkov v bazi podatkov bi bilo mogoče uporabiti za sodne 
namene, uporabljale pa bi jih lahko tako obveščevalne kot varnostne službe.«  
Iz Uredbe št. 2252/2004  naj bi izhajalo, »da je za namene njene uporabe biometrične 
podatke, kot so prstni odtisi, mogoče uporabiti le za preverjanje verodostojnosti 
dokumenta in identitete imetnika.«  
Vse štiri tožbe tožečih strank zoper odločbe županov na prvi stopnji so bile zavrnjene, zato 
so tožeče stranke vložile pritožbo na predložitveno sodišče.  
Predložitveno sodišče si v zadevi nizozemske osebne izkaznice postavi vprašanje, »ali le-ta 
spada na področje uporabe Uredbe št. 2252/2004. V zvezi s tem naj bi iz prava Unije na 
področju prostega gibanja oseb izhajalo, da je osebna izkaznica potovalni dokument v EU 
in v državah kandidatkah za pristop v EU.«  
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Predložitveno sodišče se v zadevi osebne izkaznice sprašuje, ali je treba člen 1 (3) Uredbe 
št. 2252/2004 razlagati tako, da se ta uredba ne uporablja za osebne izkaznice, ki jih izda 
država članica svojim državljanom, ne glede na njihovo obdobje veljavnosti in na možnost 
njihove uporabe na potovanjih zunaj države. Omenjeni člen določa, da se ta uredba ne 
uporablja za osebne izkaznice, ki so jih svojim državljanom izdale države članice, ter za 
začasne potne liste in potovalne dokumente z veljavnostjo do 12 mesecev.  
Člen 1 (3) Uredbe št. 2252/2004 je treba razlagati tako, »da se navedena uredba ne 
uporablja za osebne izkaznice, ki jih izda država članica svojim državljanom, kot so 
nizozemske osebne izkaznice, ne glede na njihovo obdobje veljavnosti in na možnost 
njihove uporabe na potovanjih zunaj te države.« 
Predložitveno sodišče se v zadevi potnih listov in osebne izkaznice sprašuje, »ali je treba 
člen 4 (3) Uredbe št. 2252/2004 v povezavi s členoma 6 in 7 Direktive 95/46/EC ter 
členoma 7 in 8 Listine razlagati tako, da državam članicam nalaga dolžnost, da se 
biometrični podatki, ki se zbirajo in shranjujejo na podlagi navedene uredbe, ne bodo 
zbrisali, obdelovali in uporabljali za druge namene kot za izdajo potnega lista ali 
potovalnega dokumenta.« Omenjeni člen uredbe zahteva, da se za namen izdajanja 
potnega lista ali potovalnega dokumenta biometrični podatki zberejo in shranijo v 
pomnilniškem mediju v teh dokumentih. V zvezi z uporabo teh istih podatkov, navedena 
določba določa, da se za namene navedene uredbe ti uporabljajo samo za preverjanje 
verodostojnosti potnega lista ali identitete imetnika, kadar mora biti potni list ali potovalni 
dokument izdelan po zakonu. 
V zvezi s členoma 7 in 8 Listine je iz sodne prakse Sodišča razvidno, da se morajo 
temeljne pravice, ki jih zagotavlja Listina, spoštovati, kadar nacionalna ureditev spada na 
področje uporabe prava Unije. »Dejstvo je, da se uporabi pravo Unije, ki vključuje 
uporabo temeljnih pravic, ki jih zagotavlja Listina. V obravnavanem primeru se Uredba št. 
2252/2004 ne uporablja, zato ni treba preveriti, ali sta shranjevanje in uporaba 
biometričnih podatkov za druge namene kot tiste iz člena 4 (3) te uredbe v skladu z 
navedenima členoma Listine in se razlaga tako, da državam članicam ne nalaga dolžnosti, 
da v svoji zakonodaji zagotovijo, da se biometrični podatki, ki se zbirajo in shranjujejo na 
podlagi navedene uredbe, ne bodo zbirali, obdelovali in uporabljali za druge namene kot 
za izdajo potnega lista ali potovalnega dokumenta, saj ta vidik ne spada na področje 
uporabe navedene uredbe.«  
Sodišče glede stroškov odloči, da stroški, ki niso stroški omenjenih strank, se ne povrnejo.  
Sodišče EU je razsodilo: 
»Člen 1 (3) Uredbe Sveta (ES) št. 2252/2004 z dne 13. decembra 2004 o standardih za 
varnostne značilnosti in biometrične podatke v potnih listih in potovalnih dokumentih, ki 
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jih izdajo države članice, kakor je bila spremenjena z Uredbo (ES) št. 444/2009 
Evropskega parlamenta in Sveta z dne 6. maja 2009, je treba razlagati tako, da se 
navedena uredba ne uporablja za osebne izkaznice, ki jih izda država članica svojim 
državljanom, kot so nizozemske osebne izkaznice, ne glede na njihovo obdobje veljavnosti 
in na možnost njihove uporabe na potovanjih zunaj te države.« 
»Člen 4 (3) Uredbe št. 2252/2004, kakor je bila spremenjena z Uredbo št. 444/2009, je 
treba razlagati tako, da državam članicam ne nalaga dolžnosti, da v svoji zakonodaji 
zagotovijo, da se biometrični podatki, ki se zbirajo in shranjujejo na podlagi navedene 
uredbe, ne bodo zbrisali, obdelovali in uporabljali za druge namene kot za izdajo potnega 
lista ali potovalnega dokumenta, saj ta vidik ne spada na področje uporabe navedene 
uredbe.«  
Lastno mnenje: pri vlogi za pridobitev osebne izkaznice ali potnega lista je ključno, da se 
posamezniku odvzamejo prstni odtisi in pridobi podoba obraza. Ti podatki služijo pri 
identifikaciji posameznika v prometnih nesrečah, letalskih nesrečah, naravnih nesrečah 
itd., kot tudi pri odkrivanju kriminala in zločina. Gre za zelo pomembne podatke, ki jih 
morajo organi ustrezno zavarovati in hraniti. Dostop do baz teh podatkov imajo lahko le 
pooblaščene osebe, ki se ob vstopu v bazo identificirajo z identifikacijsko kodo, na podlagi  
sklepa, odločbe oz. ustreznega pravnega dokumenta, ki pojasnjuje vpogled v osebne 
podatke posameznika. 
10.2.2 SODBA SODIŠČA V ZDRUŽENIH ZADEVAH C–468/10 IN C–469/10, 15. 
6. 2010 
Predloga sta bila vložena v okviru sporov med Asociacion Nacional de Establecimientos 
Financieros de Credito (v nadaljevanju: ASNEF) in Federacion de Comercio Electronico y 
Marketing Directo (v nadaljevanju: FECEMD), ki ju je vložilo Tribunal Supremo Španija 
proti Administracion del Estado.  
ASNEF in FECEMD sta vložila  tožbi v upravnem sporu zoper več členov kraljeve uredbe 
1720/2007. »Med izpodbijanimi določbami je tudi člen 10 (2) (a) in člen 10 (2) (b), 
navedene uredbe, za katerega tožnika zatrjujeta, da je v nasprotju s členom 7 (f) 
Direktive 95/46/EC. Tožnika navajata, da špansko pravo kot razlog za obdelavo podatkov 
brez privolitve zadevne osebe dodaja zahtevo, ki je v Direktivi 95/46/EC ni, in sicer, da so 
podatki iz javno dostopnih virov.«  
Tribunal Supremo, navaja, da je utemeljenost tožb vlagateljev ASNEF in FECEMD, odvisna 
od tega, kako Sodišče razlaga člen 7 (f) Direktive 95/46/EC. Navaja tudi, da države članice 
ne smejo dodajati dodatnih pogojev in da navedena določba učinkuje neposredno. V 
nadaljevanju pa tudi pojasnjuje, da špansko pravo, kadar ni privolitve zadevne osebe za 
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dovolitev obdelave njenih osebnih podatkov, ki je potrebna zaradi uresničitve zakonitega 
interesa upravljavca podatkov ali tretjih oseb, ki jim bodo osebni podatki posredovani. 
V zvezi s tem meni, »da ta zakon in kraljeva uredba omejujeta obseg člena 7 (f) Direktive 
95/46/EC. Po mnenju Tribunal Supremo, je ta omejitev ovira za prosti pretok osebnih 
podatkov, ki je v skladu z Direktivo 95/46/EC zgolj v primeru, če to zahtevajo pravice in 
temeljne svoboščine osebe, na katero se podatki nanašajo, hkrati pa se tudi sprašuje, ali 
je taka razlaga v skladu z voljo zakonodajalca Unije. Ker je Tribunal Supremo v teh 
okoliščinah menilo, da je odločitev v obeh zadevah, ki sta mu predloženi, odvisna od 
razlage določb prava Unije, je prekinilo odločanje in Sodišču v predhodno odločanje 
predložilo ti vprašanji, v katerih je besedilo enako v obeh navedenih zadevah.« 
Prvo vprašanje 
Predložitveno sodišče s prvim vprašanjem sprašuje, »ali je treba člen 7 (f)  Direktive 
95/46/EC razlagati tako, da nasprotuje nacionalni ureditvi, ki kadar ni privolitve zadevne 
osebe, za dovolitev obdelave njenih osebnih podatkov, ki je potrebna zaradi uresničitve 
zakonitega interesa upravljavca podatkov ali tretjih oseb, ki so jim osebni podatki 
posredovani, poleg spoštovanja pravic in temeljnih svoboščin zadevne osebe zahteva, da 
so navedeni podatki iz javno dostopnih virov.«  
Člen 1 Direktive 95/46/EC od držav članic zahteva, da varujejo temeljne pravice in 
svoboščine fizičnih oseb in predvsem njihovo pravico do zasebnosti pri obdelavi osebnih 
podatkov.  
Skladno z določbami II. poglavja Direktive 95/46/EC Splošna pravila o zakonitosti 
obdelave osebnih podatkov, ne glede na odstopanja, ki so dopustna na podlagi člena 13 
te Direktive, »mora vsaka obdelava osebnih podatkov biti v skladu z načeli v zvezi s 
kakovostjo podatkov iz člena 6 Direktive 95/46/EC in ustrezati enemu od šestih načel za 
zakonitost obdelave podatkov, ki so navedeni v členu 7 Direktive 95/46/EC.« 
Iz uvodne izjave 7 Direktive 95/46/EC je razvidno, »da bi lahko razlike med nacionalnimi 
uredbami, ki se uporabljajo za obdelavo osebnih podatkov, močno vplivale na 
vzpostavitev in delovanje notranjega trga. Poudariti je treba, da je namen omenjene 
Direktive, kot to izhaja iz njene uvodne izjave 8, da v vseh državah članicah zagotovi 
enakovredno raven varstva pravic in svoboščin posameznikov glede obdelave osebnih 
podatkov. V uvodni izjavi 10 je dodano, da približevanje nacionalnih zakonodaj, ki se 
uporabljajo na tem področju, ne sme povzročiti zmanjšanja varstva, ki ga zagotavljajo, 
ampak mora imeti za cilj zagotovitev visoke ravni varstva v EU.« 
V razsodbi je bilo poudarjeno: »da usklajevanje navedenih nacionalnih zakonodaj ni 
omejeno le na minimalno uskladitev, ampak se mora načeloma končati s celovito 
uskladitvijo. S tega vidika je namen Direktive 95/46/EC zagotoviti prost pretok osebnih 
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podatkov in hkrati jamčiti visoko raven varstva pravic in interesov posameznikov, na 
katere se ti podatki nanašajo. Cilj je zagotoviti enako raven varstva v vseh državah 
članicah in iz tega izhaja, da je v členu 7 Direktive 95/46/EC izčrpen in taksativen seznam 
primerov, v katerih je obdelava osebnih podatkov dopustna. Države članice ne smejo 
dodati novih načel glede zakonitosti obdelave osebnih podatkov iz člena 7 Direktive 
95/46/EC, niti določiti dodatnih zahtev, ki bi spreminjale obseg enega od šestih načel, ki 
so določeni v tem členu. Zgoraj navedene razlage ne more izpodbiti niti člen 5 Direktive 
95/46/EC. Ta člen državam članicam dopušča samo, da v mejah II. poglavja Direktive 
95/46/EC in člena 7 natančneje določajo pogoje, pod katerimi je obdelava osebnih 
podatkov zakonita.«  
Diskrecijsko pravico, ki jo imajo države članice na podlagi člena 5, je mogoče uporabiti 
samo v skladu s ciljem, ki mu sledi Direktiva 95/46/EC: »To pa je ohranjanje ravnotežja 
med prostim pretokom osebnih podatkov in varstvom zasebnosti. Direktiva 95/46/EC 
vsebuje tudi prožnejša pravila in državam članicam velikokrat prepušča določitev 
podrobnosti ali izbiro med več možnostmi. Razlikovati je treba med nacionalnimi 
določbami, ki vsebujejo dodane zahteve, ki spreminjajo obseg enega od načel iz člena 7 
Direktive 95/46/EC, po eni strani in nacionalnimi določbami, ki vsebujejo zgolj 
natančnejšo določitev enega od teh načel, po drugi strani. Prva vrsta nacionalnih določb 
ni dovoljena. Države članice imajo na podlagi člena 5 Direktive 95/46/EC diskrecijsko 
pravico zgolj glede druge vrste nacionalnih določb. Iz tega sledi, da na podlagi 5 člena 
Direktive 95/46/EC države članice ne smejo dodati drugih načel glede zakonitosti obdelave 
osebnih podatkov, kot so tista iz člena 7 Direktive 95/46/EC, niti z dodatnimi zahtevami 
spremeniti obsega šestih načel, določenih v navedenem členu 7. V obravnavani zadevi 
člen 7 (f) Direktive 95/46/EC določa, da je obdelava osebnih podatkov zakonita, kadar je 
obdelava potrebna zaradi zakonitih interesov, za katere si prizadeva upravljavec ali tretja 
stranka (ali stranke), ki so jim osebni podatki posredovani, razen kadar nad takimi interesi 
prevladajo temeljne pravice in svoboščine posameznika, na katerega se osebni podatki 
nanašajo, ki se varujejo na podlagi člena 1 (1). Člen 7 (f) določa dva kumulativna pogoja 
za to, da bi bila obdelava osebnih podatkov zakonita, in sicer: prvič, da je obdelava 
potrebna zaradi uresničitve zakonitih interesov, za katere si prizadevajo upravljavec ali 
tretje osebe, ki so jim osebni podatki posredovani, in drugič, da ne prevladajo temeljne 
pravice in svoboščine posameznika, na katerega se osebni podatki nanašajo. Upoštevati je 
treba, da drugi od teh pogojev zahteva tehtanje med zadevnimi nasprotujočimi si 
pravicami in interesi, ki je načeloma odvisno od konkretnih okoliščin posameznega 
primera in v okviru katerega mora oseba ali institucija, ki se odloči glede upoštevanja  
pomembnosti pravic zadevne osebe iz členov 7 in 8 Listine EU o temeljnih pravicah (v 
nadaljevanju Listina).« 
Člen 8 (1) Listine določa: »da ima vsakdo pravico do varstva osebnih podatkov, ki se 
nanašajo nanj. Ta temeljna pravica je tesno povezana s pravico do zasebnosti iz člena 7 
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Listine. V skladu s sodno prakso Sodišča se spoštovanje pravice do zasebnosti v zvezi z 
obravnavo osebnih podatkov, ki jo določata člena 7 in 8 Listine, nanaša na vsako 
informacijo o določeni ali določljivi fizični osebi. Iz členov 8 (2) in 52 (1) Listine je 
razvidno, da je pod določenimi pogoji navedeno pravico mogoče omejiti. Poleg tega 
morajo države članice ob prenosu Direktive 95/46/EC paziti, da se oprejo na razlago 
Direktive 95/46/EC, ki jim omogoča zagotovitev pravilnega ravnovesja med različnimi 
temeljnimi pravicami in svoboščinami, varovanimi s pravnim redom Unije. Kar zadeva 
tehtanje, ki je potrebno na podlagi člena 7 (f) Direktive 95/46/EC, je mogoče upoštevati 
to, da je teža posega v temeljne pravice osebe, na katero se navedena obdelava nanaša, 
lahko različna glede na to, ali so ti podatki že v javno dostopnih virih ali ne.«  
Obdelava podatkov iz virov, ki niso javno dostopni, nujno pomeni, da bodo odslej ti 
podatki o zasebnosti zadevne osebe poznani upravljavcu podatkov in, odvisno od primera, 
tudi tretjim osebam, ki se jim osebni podatki posredujejo. Zavedati se je treba 
pomembnosti tega področja, in sicer: »Resnost tega posega v pravice zadevne osebe, 
določene v členih 7 in 8  Listine, je treba pravilno upoštevati pri tehtanju zakonitega 
interesa upravljavca ali tretje osebe oz. tretjih oseb, ki se jim osebni podatki posredujejo. 
V zvezi s tem je treba poudariti, da nič ne nasprotuje temu, da države članice pri 
izvrševanju svoje diskrecijske pravice iz člena 5 Direktive 95/46/EC določijo vodilna načela 
navedenega tehtanja. Ne gre pa za natančnejšo določitev navedenega člena 5, kadar 
nacionalna zakonodaja obdelave nekaterih vrst osebnih podatkov ne dovoljuje, tako da za 
te vrste dokončno določa izid tehtanja nasprotujočih si pravic in interesov, ne da bi 
omogočala drugačen izid zaradi posebnih okoliščin konkretnega primera. Zato, brez vpliva 
na člen 8 Direktive 95/46/EC, ki se nanaša na obdelavo posebnih vrst podatkov in ki ni 
predmet spora v glavni zadevi, člen 7 (f) Direktive 95/46/EC nasprotuje temu, da država 
članica kategorično in na splošno izključi obdelavo nekaterih vrst osebnih podatkov, ne da 
bi dovolila tehtanje zadevnih nasprotujočih si pravic in interesov v posameznem primeru. 
Glede na zgornje navedbe je treba na prvo vprašanje odgovoriti, da je treba člen 7 (f) 
Direktive 95/46/EC razlagati tako, da nasprotuje nacionalni ureditvi, ki (kadar ni privolitve 
zadevne osebe) za dovolitev obdelave njenih osebnih podatkov, ki je potrebna zaradi 
uresničitve zakonitega interesa upravljavca podatkov ali tretje oz. tretjih oseb, ki so jim ti 
podatki posredovani, poleg spoštovanja pravic in temeljnih svoboščin zadevne osebe 
zahteva, da so navedeni podatki iz javno dostopnih virov, pri čemer kategorično in na 
splošno izključuje vsako obdelavo podatkov, ki niso v takih virih.«   
Drugo vprašanje 
Predložitveno sodišče se s tem vprašanjem sprašuje: »Ali ima člen 7 (f)  Direktive 
95/46/EC neposredni učinek? V zvezi s tem je treba spomniti, da so v skladu z ustaljeno 
sodno prakso Sodišča posamezniki vedno, kadar so določbe Direktive 95/46/EC vsebinsko 
brezpogojne in dovolj natančne, upravičeni, da se pred nacionalnimi sodišči sklicujejo 
nanje zoper državo članico, če ta v roku ni prenesla Direktive 95/46/EC v nacionalno 
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pravo ali če jo je prenesla nepravilno. Ugotoviti je treba, ali člen 7 (f) Direktive 95/46/EC 
dovolj natančno določa, da se posameznik lahko sklicuje nanjo in da jo nacionalna sodišča 
lahko uporabljajo. Direktiva 95/46/EV državam članicam za izvajanje nekaterih njenih 
odločb nedvoumno omogoča bolj ali manj široko diskrecijsko pravico, člen 7 (f) pa določa 
brezpogojno obveznost.  Uporaba izraza »razen kadar« v samem besedilu člena 7 (f) 
Direktive 95/46/EC ni taka, da bi lahko sama po sebi izpodbila brezpogojnost te določbe v 
smislu navedene sodne prakse. Namen tega izraza je namreč določiti enega od dveh 
kumulativnih elementov, določenih v členu 7 (f) Direktive 95/46/EC, ki jih je treba 
upoštevati, da se osebni podatki lahko obdelujejo brez privolitve zadevne osebe. Ker je ta 
element opredeljen, je člen 7 (f) natančen in brezpogojen. Na drugo vprašanje je treba 
odgovoriti, da ima člen 7 (f) Direktive 95/46/EC neposredni učinek.«  
Predložitveno sodišče razsodi o stroških: Stroški, preglašeni za predložitev stališč Sodišču, 
ki niso stroški omenjenih strank, se ne povrnejo.  
Iz teh razlogov je Sodišče EU razsodilo:  
»Člen 7 (f) Direktive 95/46/EC z dne 24. 10. 1995 o varstvu posameznikov pri obdelavi 
osebnih podatkov in o prostem pretoku takih podatkov je treba razlagati tako, da 
nasprotuje nacionalni ureditvi, ki – kadar ni privolitve zadevne osebe – za dovoljenje 
obdelave njenih osebnih podatkov, ki je potrebna zaradi uresničitve zakonitega interesa 
upravljavca podatkov ali tretje osebe oz. tretjih oseb, ki so jim ti podatki posredovani, 
poleg spoštovanja pravic in temeljnih svoboščin zadevne osebe zahteva, da so navedeni 
podatki iz javno dostopnih virov, pri čemer kategorično in na splošno izključuje vsako 
obdelavo podatkov, ki niso v takih virih. Člen 7 (f) Direktive 95/46/EC ima neposreden 
učinek.«   
Lastno mnenje: »Direktiva o varstvu posameznikov v zvezi z obdelavo osebnih podatkov 
in prostem pretoku takšnih podatkov (Direktiva 95/46/EC)« določa, da je bistvo varstva 
osebnih podatkov posameznikov v zagotavljanju pravice posameznika do njegove 
zasebnosti, da so osebni podatki lahko objavljeni le in zgolj s soglasjem osebe ali 
pravnega subjekta na katerega se ti podatki nanašajo, pri tem pa se mora upoštevti 
poštena, zakonita, točna in ažurna obdelava, da so zbrani podatki že v naprej določeni za 
katere namene se bodo obdelovali, da so primerni in ne pretirani glede na namen za 
katerega se bodo obdelovali in da se bodo podatki hranili v obliki, ki omogoča 
identifikacijo posameznika ali podjetja le za čas, ki je zakonsko določen.  
Pogosto prihaja do posegov v zasebnost posameznika ravno zaradi razkritja 
posameznikove zasebnosti. Vsak posameznik sam oceni kaj je zanj zasebno in najbolj 
pomembno, kamor ne želi, da se vmešavajo drugi. Kot primere navajam npr. odtujitev 
premoženja posamezniku (tatvina, rop, vlom itd.), gledanje in vohunjenje po torbici, kjer 
se lahko oseba, ki jo zanima naše zasebno življenje seznani z osebnimi predmeti (adresar, 
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gsm, osebna izkaznica, zdravstvena kartica ipd.) in nas na podlagi tega izsiljuje, 
nadleguje, ustrahuje itd.  
Obdelovalec podatkov lahko presega dovoljeno obdelavo podatkov, to pa se pogosto kaže 
za doseganje ciljev oseb, ki imajo osebne koristi in izvajajo to z obrekovanjem, 
opravljanjem, žaljivimi obdolžitvami, radovednostjo, očitanjem, sramotitvijo ipd. 
Posameznikovi osebni podatki so »informacije o sebi«, ki jih želi vsak posameznik obdržati 
zase in je vsako poseganje v njegovo zasebnost mogoče obravnavati kot kaznivo dejanje.  
Posledice razkritij občutljivih podatkov lahko čutijo tudi podjetja. Nastala škoda ob 
razkritju je lahko zelo velika in se vedno izkazuje v dobičku. To je npr. odtujitev, manjši 
prihodki, izgubljene tehnološke prednosti pri inovacijah, izguba trga, škoda, ki je nastala 
zaradi ugleda itd.  
Povračilni ukrepi so veliko bolj kot za podjetje, škodljivi za osebo, ki ji je razkrita zaupnost 
in storjen poseg v njen osebni prostor. Razkritje je lahko storila oseba sama ali pa neka 
tretja oseba iz koristoljubja, izsiljevanja, ali kakršnega koli drugega načrtnega podlega 
dejanja. O tej osebi se pojavi mišljenje, da taka oseba ni več zaželena v podjetju ali drugi 
skupnosti, osebo se izolira, odstrani ali pa opredeli kot nesposobno in nelojalno. Posledice 
za dotično osebo so lahko zelo hude tako na materialnem kot čustvenem področju, proti 
temu pa se lahko ubrani le s pomočjo represivnih organov in sodišča.  
10.2.3 SODBA SODIŠČA V ZADEVI C–524/06, 15. 12. 2006 
Ta predlog je bil vložen na podlagi spora med avstrijskim državljanom H. Huberjem, ki 
prebiva v Nemčiji in Zvezno republiko Nemčijo, na zahtevo H. Huberja, in sicer naj se v 
centralnem registru tujcev (v nadaljevanju AZR) izbrišejo podatki, ki se nanašajo nanj.  
Huber se je leta 1996 preselil v Nemčijo. Opravljal naj bi poklic neodvisnega 
zavarovalnega zastopnika. Podatki, ki so se obdelovali v bazi so: »priimek, ime, datum in 
kraj rojstva, državljanstvo, zakonski stan, spol; pretekli vstopi na nemško ozemlje ter 
izstopi s tega ozemlja, status rezidenta; informacije o zaporednih potnih listih; prejšnje 
prijave stalnega prebivališča in opombe Bundesama, informacije o službah, ki so 
posredovale podatke, ter opombe teh služb.« »Meni, da je zaradi obdelave teh podatkov 
diskriminiran pri opravljanju svojega poklica in zahteva, da se izvede izbris vseh podatkov, 
ki se v bazi AZR nanašajo nanj. Upravni organ, ki je bil takrat odgovoren za obdelavo in 
vodenje baze AZR, je njegovo zahtevo zavrnil.«    
Huber je vložil tožbo na upravno sodišče v Kölnu, ki je njegovemu zahtevku ugodilo s 
sodbo in odločilo, da je splošna obdelava podatkov o državljanu Unije, ki ni nemški 
državljan, v okviru tega registra omejitev, ki je ni mogoče utemeljiti s ciljem učinkovitejše 
in hitrejše obdelave podatkov. Zvezna republika Nemčija je zoper to sodbo vložila pritožbo 
pri višjem upravnem sodišču dežele Severno Porenje. 
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Predložitveno sodišče pravi, da je tožnik izvrševal pravico do prostega gibanja, ki jo po 
zakonu ima in se je lahko v tem primeru skliceval na prepoved diskriminacije. 
Predložitveno sodišče poudarja, da obstajata dve razliki med splošno obdelavo osebnih 
podatkov  tožnika v AZR in obdelavo podatkov nemškega državljana: »določeni podatki o 
tožeči stranki v postopku v glavni zadevi niso shranjeni samo v registru občine, v kateri 
prebiva, ampak tudi v AZR, in AZR vsebuje še dodatne podatke.« 
Predložitveno sodišče je podvomilo, »da bi se lahko taka razlika utemeljila z nadzorom 
bivanja tujcev na nemškem ozemlju. Obenem se tudi sprašuje, ali je splošna obdelava 
osebnih podatkov državljanov EU, ki niso nemški državljani in so prebivali oz. še prebivajo 
na nemškem ozemlju, sorazmerna s ciljem javne varnosti, saj se AZR nanaša na vse 
navedene državljane EU, ne samo tiste, ki jim je bil izrečen izgon z nemškega ozemlja oz. 
prepoved prebivanja na tem ozemlju.«  
Sprašuje se tudi, ali lahko splošna obdelava podatkov tožnika v AZR omejuje in vpliva na 
uresničevanje interesov samozaposlene osebe in ali je lahko merilo nujnosti tudi merilo pri 
presoji sistema splošne obdelave podatkov v okviru AZR.  
Direktiva 95/46/EC v členu 2 navaja: »Osebni podatek pomeni katero koli informacijo, ki 
se nanaša na določeno ali določljivo fizično osebo. Določljiva oseba je tista, ki se lahko 
neposredno ali posredno identificira, predvsem s sklicevanjem na identifikacijsko številko 
ali na enega ali več dejavnikov, ki so značilni za njeno fizično, fiziološko, duševno, 
ekonomsko, kulturno ali socialno identiteto; Obdelava osebnih podatkov pomeni kakršen 
koli postopek, ki se izvaja v zvezi z osebnimi podatki z avtomatskimi sredstvi ali brez njih, 
kakršno je zbiranje, beleženje, urejanje, shranjevanje, prilagajanje ali predelava, iskanje, 
posvetovanje, uporaba, posredovanje s prenosom, širjenje ali drugo razpolaganje, 
prilagajanje ali kombiniranje, blokiranje, izbris ali uničenje.« 
Direktiva 95/46/EC v členu 7 (e) določa, da države članice določijo: »Da se lahko osebni 
podatki obdelujejo samo, če je obdelava potrebna oz. nujna za izvajanje naloge, ki se 
opravlja v javnem interesu ali pri izvrševanju javne oblasti, dodeljene upravljavcu ali tretji 
stranki, ki so ji podatki posredovani.« 
Člen 12, prvi odstavek, ES nasprotuje temu, »da bi država članica zaradi boja priti 
kriminalu uvedla sistem obdelave osebnih podatkov, ki velja le za državljane EU, ki niso 
državljani te države članice.«  
»Nikakor ni mogoče šteti, da sta z vidika člena 7 (e) Direktive 95/46/EC zbiranje in 
shranjevanje osebnih podatkov, ki so v okviru registra, kakršen je centralni register 
tujcev, navedeni poimensko, nujni za statistične namene.«  
Razsodba Sodišča EU: 
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»Sistem obdelave osebnih podatkov državljanov EU – ki niso državljani zadevne države 
članice – kakršnega vzpostavlja zakon o centralnem registru tujcev z dne 2. 9. 2004 
(spremenjen z zakonom z dne 21. 6. 2005) in katerega cilj je podpora nacionalnim 
organom, ki so pristojni za izvajanje predpisov o pravici do prebivanja, izpolnjuje zahtevo 
nujnosti iz člena 7 (e) Direktive 95/46/EC z dne 24. 10. 1995 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov, ki se jo razlaga ob 
upoštevanju prepovedi vsakršne diskriminacije na podlagi državljanstva, le če: 1) vsebuje 
samo podatke, ki so nujni, da lahko navedeni organi izvajajo te predpise, in 2) njegova 
centraliziranost omogoča učinkovitejše izvajanje teh predpisov z vidika pravice do 
prebivanja državljanov EU, ki niso državljani te države članice.«  
Predložitveno sodišče mora preizkusiti te dejavnike v postopku v glavni zadevi.  
Lastno mnenje: Zaradi povečanja kriminala in priseljevanja velikega števila drugih 
državljanov EU v gospodarsko razvito Nemčijo, je le–ta uvedla nadzor nad priseljenimi 
državljani in jih vodila v centralnem registru tujcev, kjer so navedeni poimensko. Postavlja 
se vprašanje, ali je splošna obdelava osebnih podatkov, ki niso državljani EU in prebivajo 
na nemškem ozemlju, sorazmerna s ciljem javne varnosti. AZR se nanaša na vse 
navedene državljane EU in ne samo tiste, ki jim je bil izrečen izgon iz Nemčije ali izrečena 
prepoved prebivanja na tem ozemlju. Primeri kot je tožnik, so lahko pri tem diskriminirani. 
Predstavlja jim veliko oviro pri opravljanju poklica, to pa je tesno povezano z eksistenco 
posameznika in preživljanjem. »Direktiva 95/46/EC v točki 7 (e) določa,« da je obdelava 
osebnih podatkov dopustna, če je nujna za izvajanje naloge, ki se opravlja v javnem 
interesu ali pri izvrševanju javne oblasti, dodeljene upravljavcu ali tretji stranki, ki so ji 
podatki posredovani. Omenim naj, da se ne strinjam, da je za vodenje statistike v zvezi z 
registrom AZR nujna poimenska evidenca, to pa ne velja za statistične namene.   
10.2.4 SODBA SODIŠČA V ZADEVI C–543/09, 17. 3. 2011 
Ta predlog je bil vložen v okviru spora med družbo »Deutsche Telekom AG (v 
nadaljevanju Deutsche Telekom) in Zvezno republiko Nemčijo, ki jo zastopa 
Bundesnetzagentur für Elektrizität, Gas, Telekommunikation, Post und Eisenbahnen (v 
nadaljevanju: Bundesnetzagentur), v zvezi z obveznostjo, ki je na podlagi zakona o 
telekomunikacijah (Telekommunikationsgesetz, v nadaljevanju TKG) naložena podjetjem, 
ki dodelujejo telefonske številke, da dajo drugim podjetjem, ki se ukvarjajo z dejavnostjo 
zagotavljanja javno dostopnih imetniških storitev ali imenikov, na voljo vse podatke o 
naročnikih tretjih podjetij, s katerimi razpolagajo.«    
Družba Deutsche Telekom je operater  telekomunikacijskega omrežja v Nemčiji, ki svojim 
naročnikom dodeljuje telefonske številke, ter opravlja imeniške storitve in izdaja imenike v 
papirni in elektronski obliki. Ti ne vsebujejo samo podatkov o njenih naročnikih, ampak 
 129 
 
 
tudi o naročnikih drugih podjetij. S približno sto podjetji je sklenila pogodbe o pridobitvi 
podatkov o naročnikih.  
Podjetji »GoYellow GmbH« in »Telix AG«, stranki v sporu v glavni zadevi, opravljata 
imeniške storitve po internetu oz. po telefonu in uporabljata podatke, ki jima jih proti 
plačilu daje na voljo družba Deutsche Telekom. »Po nesoglasju glede obsega podatkov, ki 
jih je družba Deutsche Telekom na podlagi členov 47 (1), 104 in 105 TKG dolžna dati na 
voljo družbama GoYellow in Telix, sta zadnje navedeni družbi zadevo predložili 
Bundesnetzagentur, ki je z odločbo z dne 11. 9. 2006 družbi Deutsche Telekom odredilo, 
naj družbama GoYellow in Telix poleg podatkov o svojih naročnikih posreduje še podatke 
o naročnikih drugih ponudnikov telefonskih storitev. Deutsche Telekom je zoper odločbo 
Bundesnetzagentur pri Verwaltungsgericht Köln vložila tožbo in Verwaltungsgericht Köln je 
s sodbo z dne 4. 2. 2008 tožbo zavrnilo.« Družba Deutsche Telekom je zato vložila 
zahtevo za revizijo pri Bundesverwaltungsgericht in navedla, da obveznost posredovanja 
podatkov, ki je razširjena na tuje podatke, krši določbe direktive o univerzalnih storitvah.  
Po mnenju predložitvenega sodišča bi bilo treba ob upoštevanju zgolj nacionalnega prava 
zahtevo za revizijo zavrniti.  
Bundesverwaltungsgericht je navedlo, »da je na podlagi sodbe z dne 25. 11. 2004 v 
zadevi KPN Telecom mogoče trditi, da je podjetje, ki dodeli telefonske številke, na podlagi 
člena 25 (2) direktive o univerzalnih storitvah dolžno posredovati le podatke, ki se 
nanašajo na njegove naročnike. Predložitveno sodišče meni, da ni izključeno, da pravo EU 
nacionalnemu zakonodajalcu dopušča, da obveznost posredovanja informacij razširi na 
tuje podatke, zlasti glede na to, da je splošni cilj okvirne direktive spodbujanje 
konkurence.«  
Generalna pravobranilka je navedla, »da v sklepnih predlogih iz kontekstualne in 
sistematične razlage člena 12 direktive o zasebnosti in elektronskih komunikacijah izhaja, 
da se privolitev nanaša na namen objave osebnih podatkov v javnem imeniku, ne pa 
posebej na identiteto ponudnika imenika in šteje se, da ima naročnik pravico do izbire 
nekaterih ponudnikov javno dostopnih imeniških storitev in imenikov. V zvezi s tem je 
treba opozoriti, da bi naročniku utegnila škoditi sama objava osebnih podatkov v imeniku, 
katerega namen je poseben.«  
Če podjetje, ki je naročniku dodelilo telefonsko številko, tega naročnika obvesti o 
možnosti posredovanja njegovih osebnih podatkov drugemu podjetju (v tem primeru  
Deutsche Telekom) zaradi objave podatkov v javnem imeniku, ta pa je privoli v objavo  
podatkov, je v obravnavanem primeru imeniku te družbe, potem za posredovanje teh 
podatkov podjetju, ki namerava izdati tiskani ali elektronski imenik oz. namerava 
omogočiti dostop do teh imenikov prek imeniških storitev, ni potrebna ponovna privolitev 
naročnika, če se zagotovi, da se podatki lahko uporabljajo samo za namene, za katere so 
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bili zbrani ob prvi objavi. »Privolitev, ki jo je na podlagi člena 12 (2) direktive o zasebnosti 
in elektronskih komunikacijah dal pravilno obveščen naročnik za objavo njegovih osebnih 
podatkov v javnem imeniku, se namreč nanaša na namen te objave in torej zajema 
poznejšo obdelavo teh podatkov, ki jo opravijo druga podjetja, ki delujejo na trgu javno 
dostopnih imeniških storitev in imenikov, če je namen te obdelave podatek enak. Poleg 
tega je imetnik privolil v posredovanje svojih osebnih podatkov nekemu podjetju zaradi 
njegove objave v javnem imeniku tega podjetja, potem s posredovanjem teh podatkov 
drugemu podjetju, ki namerava objaviti javni imenik, ne da bi ta naročnik še enkrat 
privolil v to, ne more biti kršeno samo bistvo pravice do varstva osebnih podatkov, kot je 
določena v členu 8 Listine.« 
Iz teh razlogov je Sodišče EU razsodilo: 
»Člen 25 (2) Direktive 2002/22/ES Evropskega parlamenta in Sveta z dne 7. 3. 2002 o 
univerzalni storitvi in pravicah uporabnikov v zvezi z elektronskimi komunikacijskimi 
omrežji in storitvami (Direktiva o univerzalnih storitvah) je treba razlagati tako, da ne 
nasprotuje nacionalnemu predpisu, na podlagi katerega je podjetjem, ki končnim 
uporabnikom dodeljujejo številke, naložena obveznost, da podjetjem, ki se ukvarjajo z 
dejavnostjo zagotavljanja javno dostopnih imeniških storitev in imenikov, posredujejo ne 
le podatke o svojih naročnikih, temveč tudi podatke o naročnikih drugih podjetij, s 
katerimi razpolagajo.«  
»Člen 12 Direktive 2002/58/ES Evropskega parlamenta in Sveta z dne 12. 7. 2002 o 
obdelavi osebnih podatkov in varstvu zasebnosti na področju elektronskih komunikacij 
(Direktiva o zasebnosti in elektronskih komunikacijah) je treba razlagati tako, da ne 
nasprotuje nacionalnemu predpisu, ki določa, da je podjetje, ki izdaja javne imenike, 
dolžno posredovati osebne podatke o naročnikih drugih ponudnikov telefonskih storitev,  s 
katerimi razpolaga, drugemu podjetju, katerega dejavnost je objava tiskanega ali 
elektronskega imenika oz. omogočanje dostopa do teh imenikov prek imeniških storitev, 
ne da bi bilo to posredovanje pogojeno z novo privolitvijo naročnikov, vendar le če so bili 
ti naročniki pred prvim vpisom njihovih podatkov v javni imenik obveščeni o namenu tega 
imenika in o tem, da utegnejo biti ti podatki posredovani drugemu ponudniku telefonskih 
storitev, in če se zagotovi, da se bodo ti podatki po tem, ko bodo posredovani, uporabljali 
samo za namene, za katere so bili zbrani ob prvi objavi.«       
Lastno mnenje: posredovanje osebnih podatkov tretjim osebam bi moralo biti opredeljeno 
in specificirano v medsebojni pogodbi, ki bi jo praviloma morale podpisati vse tri stranke, 
»pod pogojem, da se podatki lahko uporabljajo samo za namene za katere so bili izdani.«      
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10.2.5 SODBA SODIŠČA V ZDRUŽENIH ZADEVAH C–92/09 IN C–93/09, 9. 11. 
2010 
Ta predloga sta bila vložena na eni strani v okviru sporov med »Volker in Markus Schecke 
in H. Eifert, upravičencema do sredstev iz Evropskega kmetijskega sklada (EKJS) (v 
nadaljevanju tožeči stranki) ter Land Hessen na drugi strani glede objave osebnih 
podatkov, ki se nanašajo na tožeči stranki kot upravičencev do sredstev iz EKJS in EKSRP, 
na spletnem mestu Bundesanstalt für Landwirtschaft und Ernährung (zvezni urad za 
kmetijstvo in prehrano, v nadaljevanju Bundesanstalt).« 
Predložitveno sodišče je pojasnilo, da so na spletnem mestu Bundesanstalt javnosti 
dostopna imena upravičencev do pomoči iz EKJS in EKSRP, kraj, v katerem imajo sedež 
oz. prebivališče, poštna številka tega kraja in prejeti zneski na letni ravni. 
Tožeči stranki iz postopkov v glavni stvari sta 26. 9. 2008 in 18. 12. 2008 vložili tožbi, s 
katerima sta hoteli preprečiti objavo podatkov, ki se nanašajo na njiju. Po njunem mnenju 
objave zneskov, ki sta jih prejeli iz skladov EKJS in EKSRP, ne upravičujejo prevladujoči 
javni interesi. »Poleg tega naj pravila, ki se nanašajo na Evropski socialni sklad, ne bi 
določala poimenske označitve upravičencev. V tožbah predlagata, naj se Land Hessen 
odredi, da v okviru splošne objave informacij o finančnih sredstvih iz EKJS in EKSRP, ki so 
jima bili odobrena, opusti oz. zavrne zahtevke za posredovanje ali objavo teh podatkov.«  
Vendar pa se je Land Hessen, ki meni, da obveznost objave podatkov, ki se nanašajo na 
tožeči stranki iz postopka v glavni stvari, izhaja iz uredb št. 1290/2005 in 259/2008, 
odločila, da zneskov, ki sta jih prejeli tožeči stranki kot upravičenki do sredstev iz EKJS in 
EKSRP, ne bo objavila, dokler ne bosta v postopkih v glavni zadevi sprejeli dokončni 
odločbi. 
Predložitveno sodišče meni, da obveznost objave iz člena 44 a Uredbe št. 1290/2005 
pomeni neupravičeno kršitev temeljne pravice do varstva osebnih podatkov. Meni, da ta 
določba, s katero se želi doseči večja preglednost pri uporabi sredstev iz evropskih 
skladov, ne izboljšuje preprečevanja nepravilnosti, torej nadzornih mehanizmov, ki so 
zasnovani za njeno izvajanje. »Predložitveno sodišče meni, da ta obveznost objave ni 
sorazmerna z uresničevanim ciljem in se ob tem sklicuje na sodbo z dne 20.5.2003 v 
združenih zadevah Österreichischer Rundfunk in drugi (C–465/00, C-138/01 in C–139/01). 
Poleg tega predložitveno sodišče meni, da je Komisiji na podlagi člena 42, točka 8 b, 
Uredbe št. 1290/2005 podeljena preširoka diskrecijska pravica tako glede opredelitve 
podatkov, ki se objavijo, kot glede sredstva objave in da zato ni v skladu s členom 202, 
tretja alinea, ES in 211, četrta alinea, ES.« 
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Dopustnost: tožeči stranki predlagata naj se Land Hessnu odredi, naj opusti oz. zavrne 
zahtevke za posredovanje ali objavo informacij o sredstvih, ki sta jih prejeli iz EKJS in 
EKSRP. 
Predložitveno sodišče meni, »da obveznost objave podatkov o upravičencih do sredstev iz 
EKJS in EKSRP, ki izhaja iz določb, navedenih v prejšnji točki te sodbe, pomeni 
neupravičeno kršenje temeljne pravice do varstva osebnih podatkov. V zvezi s tem se v 
bistvu sklicuje na 8. člen EKČP.« 
Obstoj kršitve pravic iz členov 7 in 8 Listine: »Land Hessen izpodbija sam obstoj posega v 
zasebnost tožečih strank iz postopkov v glavni zadevi, ker sta bili v prijavnem obrazcu za 
pridobitev sredstev obveščeni o tem, da je objava podatkov, ki se nanašajo na njiju, 
obvezna in ker sta z oddajo prijavnega obrazca privolili v to objavo v skladu s členom 8 
(2) Listine.  Člen 4 (1) Uredbe št. 259/2008 vsebuje določbo, v kateri je navedeno, da 
države članice obvestijo upravičence, da bodo njihovi podatki objavljeni.« 
Upravičenost kršitve pravic iz členov 7 in 8 Listine: »nesporno je treba posegati v pravico, 
ki je posledica objave poimenskih podatkov, ki se nanašajo na zadevne upravičence, po 
internetu, obravnavati kot predpisano z zakonom v smislu člena 52 (1) Listine. Člen 1 (1) 
in 2 Uredbe št. 259/2008/2008 namreč izrecno določata tako objavo. V zvezi z 
vprašanjem ali to poseganje ustreza cilju javnega interesa, ki ga priznava Unija v smislu 
člena 52 (1) Listine, je iz uvodne izjave 14 Uredbe št. 1437/2007, ki spreminja Uredbo št. 
1290/2005 in iz uvodne izjave 6 Uredbe št. 259/2008 razvidno, da je namen objave 
priimkov upravičencev do sredstev EKJS in EKSRP in zneskov, ki jih prejmejo iz teh 
skladov, da se poveča preglednost glede porabe sredstev Skupnosti v SKP in izboljša 
finančno poslovanje teh sredstev, zlasti s krepitvijo javne kontrole porabljenega denarja. 
Treba je tudi preučiti, ali je omejitev pravic iz členov 7 in 8 Listine sorazmerna z 
legitimnim ciljem, ki se uresničuje.«  
Iz teh razlogov je Sodišče EU (veliki senat) razsodilo: »Člen 42, točka 8 b, in 44a Uredbe 
št. 1290/2005 Uredbe Sveta (ES) št. 1290/2005 z dne 21. 6. 2005 o financiranju skupne 
kmetijske politike, kakor je bila spremenjena z Uredbo Sveta (ES) št. 1437/2007 z dne 26. 
11. 2007, ter Uredba Komisije (ES) št. 259/2008 z dne 8. 3. 2008 o podrobnih pravilih za 
uporabo Uredbe št. 1290/2005 glede objave informacij o upravičencih do sredstev iz 
Evropskega kmetijskega jamstvenega sklada (EKJS) in Evropskega kmetijskega sklada za 
razvoj podeželja (EKDRP) niso veljavni v delu, v katerem te določbe v zvezi s fizičnimi 
osebami, ki so upravičene do sredstev iz EKJS in EKSRP, določajo obveznost objave 
osebnih podatkov vseh upravičencev, ne da bi se ob tem opravilo razlikovanje glede na 
ustrezna merila, kot so obdobja, v katerih so prejemali sredstva, pogostost ali vrsta in 
višina sredstev. Na podlagi ugotovljene neveljavnosti določb, navedenih v zgornjem 
izreku, ni mogoče izpodbijati učinkov objave seznamov upravičencev do sredstev iz EKJS 
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in EKSRP, ki so jo  nacionalni organi opravili na podlagi teh določb pred izrekom te 
sodbe.« 
»Člen 18 (2), druga alinea, Direktive Evropskega parlamenta in Sveta 95/46/EC o varstvu 
posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih podatkov je treba 
razlagati, da ne določa, da mora biti odgovorni osebi za varstvo osebnih podatkov 
naložena obveznost, da vodi register, ki je določen v tej določbi, pred izvedbo postopka 
obdelave osebnih podatkov, kot je ta, ki se opravi na podlagi člena 42, točka 8b in člena 
44a Uredbe št. 1290/2005, kakor je bila spremenjena z Uredbo št. 1437/2007 ter Uredbo 
št. 259/2008.« 
»Člen 20 Direktive 95/46/EC je treba razlagati tako, da državam članicam ne nalaga 
obveznosti, da določijo, da je pri objavi informacij na podlagi člena 42 točka 8b in člena 
44a Uredbe št. 1290/2005, kakor je bila spremenjena z Uredbo št. 1437/2007 ter Uredbo 
št. 259/2008, opraviti predhodno preverjanje iz te določbe.«   
Lastno mnenje: objava za pridobivanje sredstev iz evropskih skladov, ki je objavljen na 
internetu, je v nadaljevanju vedno objavljen seznam upravičencev do teh sredstev, kar 
pomeni transparentnost in tudi vzpodbudo drugim, da se na te razpise prijavijo. V tem 
primeru pa upravičenca nista želela objave, saj je to na nek način razkrivanje njunega 
ekonomskega stanja.     
10.3 ČLANKI  
Članki, ki sem jih izbrala, se dotikajo varstva osebnih podatkov in pravice do zasebnega 
življenja (8. člen EKČP) in problemov današnjega časa, dobe interneta, tehnološko zelo 
dovršenega načina komuniciranja, prenosa naših osebnih podatkov prek interneta, ko nas 
lahko, ne da bi vedeli, nadzirajo, opazujejo, razgalijo pred celotno družbo in svetom, celo 
izsiljujejo itd. ter načini kako, se lahko sami ali z uporabo ustreznih mehanizmov 
zavarujemo pred takimi vdori v našo zasebnost. 
10.3.1 IT IS TIME FOR TOMORROW: EU DATA PROTECTION REFORM AND 
THE INTERNET  
Članek It is time for tomorrow: EU data protection reform and the Internet (Čas je za 
»jutri«: reforma varovanja podatkov in internet) govori o prihajajoči evropski Direktivi o 
varovanju podatkov in se počasi premika skozi zapleten zakonodajni proces v Evropski 
uniji. Najverjetneje bo uzakonjena še to leto oz. najkasneje v začetku leta 2016 in z 
dvoletnim prehodnim obdobjem pred pričetkom veljave.  
To obdobje bo velik izziv za pripravljavce podatkov, saj bodo morali spoštovati trenutno 
zakonodajo na področju varovanja podatkov in se hkrati pripravljati na novo. Prihajajoča 
direktiva povzroča pri upravljavcih podatkov in pri osebah, na katere se podatki nanašajo, 
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veliko pozitivnih in negativnih pričakovanj. Šele čas bo pokazal, ali se bodo pričakovanja 
uresničila. Avtor Blume (2015) meni, da ni zagotovila, da bo prihajajoča direktiva zadostila 
vsem pričakovanjem in izzivom moderne informacijske tehnologije in skupnemu 
družbenemu interesu v civiliziranem procesu obdelave osebnih podatkov. Ta negotovost 
obstaja ne samo zaradi nove ureditve, ampak na splošno v smislu vprašanja, ali je 
evropski način za varstvo podatkov s svojimi številnimi in natančnimi pravili, primeren, da 
zagotavlja zaščito državljanov v sodobnem digitalnem svetu, v katerem se vsepovsod 
obdelujejo osebni podatki v neizmernih količinah. 
Trenutno je evropska zakonodaja o varstvu osebnih podatkov opredeljena v Direktivi 
95/46/EC, dopolnjena z nekaj sektorskimi direktivami, ki so bile implementirane v 
nacionalno zakonodajo v 28 državah članicah in treh državah Evropskega gospodarskega 
prostora (EGS). Namen Direktive, ki je bila predlagana leta 1990 glede na enotni skupni 
trg držav članic in ob upoštevanju, da vse države članice niso ratificirale konvencije 
Evropskega sveta za varstvo podatkov 108/1981, kar je povzročilo, da podatki niso prosto 
prehajali med državami članicami. To je ustvarilo dodatne ovire za prost pretok blaga in 
storitev na enotnem evropskem prostoru.  
Osebni podatki predstavljajo tudi gospodarsko vrednost, kar je bila glavna spodbuda za 
uzakonitev Direktive 95/46/EC, sprejem direktive pa je bil nujen zaradi Evropske 
konvencije o človekovih pravicah (8. člen; pravica do zasebnosti). Direktiva 95/46/EC je 
stopila v veljavo oktobra 1995, tik pred razmahom interneta, zato v njej ni niti omenjen, 
niti ni postavljenih pravil. Kljub temu pa se Direktiva od leta 1995 ni spremenila. 
Napredek v tehnologiji odpira nova in nova vprašanja v povezavi z varstvom osebnih 
podatkov in pravico do zasebnosti. Ta pravica je v veliki meri odvisna od načina obdelave 
osebnih podatkov, stopnja zasebnosti pa je odvisna  predvsem od meja, ki jih postavlja 
zakonodaja. Reguliranje uporabe informacijskih tehnologij, ki vključujejo internet, je 
zahtevna naloga, saj je potrebno zadostiti potrebam po zasebnosti posameznikov, 
gospodarstvu ter javnim organom. Pri vsem tem pa je treba najti pravo ravnovesje med 
željami posameznikov ter gospodarskim in javnim sektorjem. Poleg tega predstavlja velik 
izziv tudi dejstvo, da bodo nova pravila uzakonjena v 28 državah članicah, ki imajo 
različne pravne kulture in ostale tradicije.   
Značilnost dosedanje Direktive je v tem, da je bila pripravljena na prilagodljiv način z 
uporabo tehnološko nevtralne terminologije. Prilagoditev današnjim razmeram pa je nujna 
z vidika vseh uporabnikov, kljub temu, da se ob tem porajajo številna vprašanja in težave. 
Evropska komisija je 25. januarja 2012 prvič predstavila predlog nove uredbe, ki bi 
nadomestila tisto iz leta 1995. Avtor Blume (2015) meni, da bi morala biti zakonodaja na 
področju varstva osebnih podatkov urejena na višji ravni, torej z uredbo in ne samo z 
direktivo. Na ta način bi bila zavezujoča za države članice, ki bi jo morale implementirati v 
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nacionalne zakonodaje. Uredba bi posledično povzročila okrepitev moči Evropskih 
institucij, predvsem Evropske komisije in Sodišča EU, ter prispevala k harmonizaciji 
evropskega pravnega reda.  
Splošno gledano, prinaša nova direktiva tri sklope pravil: v prvem sklopu so pravila 
podobna ali skoraj enaka tistim iz sedaj veljavne Uredbe; drugi sklop pravil se nanaša na 
pravila, ki uzakonjajo ustaljeno prakso; ter tretji sklop pravil so pravila, ki so popolnoma 
nova. V novi Uredbi gre za mešanico starih in novih pravil. 
Računalništvo v oblaku: Internet odpira velike možnosti zlorab osebnih podatkov. Razvoj 
neštetih aplikacij predstavlja velik izziv z vidika varovanja osebnih podatkov. Vse bolj 
priljubljena oblika računalništva v oblaku, ki omogoča razvoj novih, inovativnih 
informacijskih storitev ter učinkovito in stroškovno ugodno uporabo informacijskih virov.57 
Avtor je mnenja, da obdelava podatkov v oblaku predstavlja precejšnjo težavo glede 
zaščite podatkov, saj dejanska obdelava podatkov poteka na strežnikih, ki jih nadzirajo 
ponudniki storitev v oblaku, podatki pa se neprestano premikajo med različnimi strežniki 
ponudnika.  
V skladu s trenutno veljavno direktivo mora biti med upravljavcem podatkov in  
ponudnikom storitev v oblaku sklenjena pogodba. Odgovornosti upravljavca podatkov 
izhajajo iz Direktive, odgovornosti ponudnika storitev pa niso natančno definirane poleg 
tega pa ponudniki storitev v oblaku velikokrat uporabljajo podizvajalce. Navedeno pomeni 
zmanjšan nadzor upravljavca osebnih podatkov nad dejansko obdelavo le-teh podatkov, 
saj se na takšen način osebni podatki obdelujejo pri celi verigi različnih ponudnikov. Prava 
vloga upravljavca je tako zmanjšana, težavo pa predstavlja tudi sam nadzor. Po navadi 
upravljavci osebnih podatkov nimajo zadostnega znanja ali zmožnosti, da bi sami 
upravljali s podatki, zato to upravljanje izvajajo zunanje institucije. Dosedanja direktiva 
predvideva, da osebne podatke upravlja in obdeluje upravljavec podatkov, kar pa se zelo 
spremeni, ko se v proces vključijo ponudniki storitev. Zato bi bilo potrebno natančneje 
opredeliti obveznosti in dolžnosti vseh, ki so vpleteni v proces zbiranja, hranjenja, 
spreminjanja, obdelave in posredovanja osebnih podatkov.  
Varnost podatkov: varnostne ukrepe za varovanje podatkov je težko podrobno opisati v 
pravnih pravilih, čeprav bi morala ravno pravna pravila predpisati raven varnostnih 
ukrepov. Glede na razvojne trende pa morajo biti pravila postavljena tako, da lahko 
sledijo novim trendom, sicer bi se morala nenehno spreminjati. Trenutna zakonodaja po 
državah članicah ni enotno urejena, tudi stopnja varovanja podatkov je od države do 
države različna. Sprejem uredbe (namesto sedanje Direktive) pa bi pomenil, da bi morale 
vse države izvajati enaka pravila na enak način.  
                                        
57 http://www-05.ibm.com/si/cloud_computing/ 
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Prenos podatkov: na ravni EU je zakonodaja na področju prenosa osebnih podatkov dokaj 
urejena, več težav pa je pri pretoku osebnih podatkov v države zunaj EU. Pravila za 
prenos podatkov morajo biti takšna, da zagotavljajo, da so osebni podatki, ki se 
obdelujejo in posredujejo, ustrezno zaščiteni. Glede na to, da se zaradi storitev v oblaku 
podatki vseskozi nekam nalagajo in prenašajo, je strah pred tem, da bi se osebni podatki 
zlorabili ali pa uničili, še večji.  
Tak primer bi lahko bil, če bi ZDA zaradi nevarnosti terorizma brez vedenja upravljavca 
zasegla določene podatke. Tega niti nova zakonodaja ne predvideva, niti nima 
pripravljenih rešitev. Na področju prenosa osebnih podatkov iz EU nova zakonodaja ne 
prinaša pomembnih sprememb, zato je avtor mnenja, da morda ne bi bil odveč razmislek, 
da bi bilo treba to področje v prihodnje bolje urediti. Glede tega se z avtorjem v celoti 
strinjam. Moje mnenje je, da bi morala zakonodaja bolj slediti tehnološkim novostim in se 
povezati tudi s strokovnjaki s tega področja.  
Direktiva tudi razlikuje med navadnimi in občutljivimi osebnimi podatki. Avtor meni, da bi 
bilo potrebno nekatere podatke, ki sedaj niso vključeni v kategorijo občutljivih osebnih 
podatkov, vključiti mednje (npr. ime, priimek, naslov, starost).  
Pravica posameznika, nosilca osebnih podatkov: pomemben del zakonodaje pokrivajo tudi 
pravice posameznikov, katerih podatki se zbirajo, obdelujejo, prenašajo itd. Pri tem igra 
pomembno vlogo 8. člen EKČP, ki daje posamezniku osnovno pravico do varovanja 
osebnih podatkov in zasebnosti in ki jo posameznik tudi pričakuje.  Osebne podatke, ko so 
enkrat objavljeni na internetu, je skoraj nemogoče zbrisati  in čeprav so podatki zbrisani iz 
medmrežja, jih iskalniki še vedno najdejo, ker so shranjeni na strežnikih, do katerih 
upravljavci podatkov nimajo dostopa, niti vpliva. Možnost dostopa do takšnih starih 
podatkov je lahko problematična in vodi celo do tožb (npr. zaradi blatenja dobrega 
imena). Odločitev Sodišča EU v zadevi »Google«  je bila, da mora obstajati možnost 
izbrisa iz spletnih brskalnikov, kadar se ključna iskana beseda nanaša na posameznika. 
Predlagana uredba določa, da mora upravljavec obvestiti znane sprejemnike osebnih 
podatkov, ki jih je treba odstraniti. Tudi, če se predpostavlja, da obstaja pravica biti 
pozabljen, je treba poudariti, da je zaradi narave interneta nemogoče v celoti učinkovito 
uveljavljanje takšne pravice, saj so podatki še vedno tam, le težje jih je najti, ni pa 
nemogoče.  
Avtor meni, da bo najverjetneje s sprejemom nove uredbe ponovno nastal boj med 
zagovorniki čim boljšega varovanja osebnih podatkov in pravice do zasebnosti in med 
tistimi, ki te podatke uporabljajo v poslovnem svetu. Vsekakor pa upa, da se bo na ta 
način vzpostavilo ustrezno varovanje osebnih podatkov na internetu (Blume, 2015, str. 3–
13).                 
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Menim, da tehnologija, ki je sicer vse naprednejša, izpopolnjena in precizna, pozablja na 
eno najpomembnejših zadev in to je varnost na internetu. Pomembna je seznanitev 
uporabnikov s to problematiko in posledicami, ki jih lahko prinese nepozornost ali 
prevelika zaupljivost v ta medij.   
10.3.2 UNDERSTANDING DATA PROTECTION AS RISK REGULATION 
V članku Understanding Data Protection As Risk Regulation (Obvladovanje tveganj pri 
varovanju podatkov) je predstavljena analiza varstva podatkov kot podlaga za 
zakonodajni okvir, da bi zmanjšali tveganje kršitev osnovnih pravic. Zakonodajni okvir je 
bil prvotno postavljen predvsem zaradi dejstev, da računalniki predstavljajo potencialno 
grožnjo za zbrane podatke, saj so se na začetku računalniki uporabljali kot vir skladiščenja 
oz. zbiranja osebnih podatkov. Z razvojem so se pričeli ti podatki tudi obdelovati (v ZDA 
tudi za vojaške namene, kasneje pa tudi za potrebe vlade in v komercialne namene). Na 
ta način so podatki pričeli pridobivati na svoji veljavi, tudi finančno (podatku o stanju na 
bančnih računih, davkih, prispevki za socialno varnost itd.), zato se je zadeva razcvetela v 
velik posel.  
Problem je nastal z več vidikov. Količina podatkov, ki se je obdelovala, se je zelo 
povečala; dostop do podatkov ni bil pravilno nadzorovan; porast novodobnih birokratov in 
strokovnjakov, ki so v tem videli določene koristi.  Hranjenje in obdelovanje podatkov v 
računalnikih je postalo cenejše kot ročno; hkrati pa se je pri tem pojavilo veliko napak, 
kar je vodilo do povečane stopnje nezaupanja v tak sistem.  
Podatke o ljudeh so pričeli kategorizirati glede na namen zbiranja. Seveda je tak sistem 
nagnjen k napakam in ni  vedno izvedljiv. Zgodilo se je celo, da so se morali ljudje 
zagovarjati in dokazovati svojo nedolžnost, ker so bili uvrščeni (pomotoma ali zaradi 
nevednosti) v neko določeno kategorijo (npr. v policijskih postopkih). 
Težava je nastala tudi, ker ni bilo transparentnega načina dostopa do teh podatkov, saj je 
lahko vsak, ki je sicer imel dostop (pa ni bil pooblaščen za to), lahko uporabil podatke, 
čeprav so bili ti napačni. Strah, ki se je zbujal zaradi takšnih težav je, spodbudil željo po 
pravici do življenja v svobodni družbi brez strahu.  
Problem, ki ga vidi avtor, je v tem, da se zbrani osebni podatki uporabljajo za preučevanje 
vedenja ljudi zaradi lažjega obvladovanja množic. Že samo podatki o zdravstvenem stanju 
posameznika lahko nakazujejo, na kakšen način se posamezniku lahko škoduje. Podatki, 
ki se obvladujejo in uporabljajo v statistične namene, kreirajo profil neke določene 
populacije, ki naj bi bila ogrožena. 
Nekateri avtorji sicer menijo, da največja nevarnost ni v sami količini podatkov in v tem, 
kaj in koliko osebni podatki razkrivajo o določenem posamezniku, pač pa, za kakšen 
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namen se ti podatki kasneje uporabljajo. Takšno razkritje pri ljudeh povzroči občutke 
razčlovečenosti in odtujenosti.  
Nekateri avtorji menijo, da vlada uporablja zbiranje in kategoriziranje podatkov o ljudeh 
za vzpostavitev čim večje kontrole. S predvidevanjem obnašanja ljudi naj bi tudi 
predvidevali potencialne (nezaželene) dogodke ali reakcije. Gre za močno orodje, ki naj bi 
služilo obvladovanju množic na podlagi statističnih in verjetnostnih računov. Najprej je 
treba identificirati tveganja, potem pa je tveganja treba obvladovati na podlagi 
pridobljenih podatkov.  
Avtor članka meni, da Direktiva o varovanju osebnih podatkov, ki temelji na Deklaraciji o 
človekovih temeljnih pravicah, do neke mere varuje interese posameznikov, vendar meni, 
da pravice do varovanja osebnih podatkov posameznikov ne moremo enačiti s pravico do 
spoštovanja zasebnosti (8. člen EKČP). Nuja po varovanju osebnih podatkov je nastala 
predvsem zaradi razlogov, ki so opisani zgoraj (npr. uporaba podatkov  za profiliranje 
prebivalstva in nadzor nad prebivalstvom). Če zamenjamo, kaj je pravica do zasebnosti in 
kaj je pravica do varstva osebnih podatkov, zlahka zamenjamo objekt, ki ga je treba 
zaščititi z ukrepom, ki je potreben za zaščito. Do zamenjave med tema dvema pravicama 
pride zlahka, saj obe pravici naslavljata podobne grožnje in tudi posledice. Avtor meni, da 
je treba pravico do zasebnosti popolnoma ločiti od pravice do varovanja osebnih 
podatkov, ker različna obdelava lahko vodi do različnih rezultatov in ima lahko tudi 
različne pravne posledice (Gellert, 2015, str. 3–16).        
Menim, da se vse premalo zavedamo kje je meja med našo zasebnostjo in osebnim 
prostorom. Pogosto preveč lahkomiselno razkrivamo svojo zasebnost, kar lahko 
posledično prinese težave, kot je npr. izsiljevanje, grožnje, nadziranje ipd. Premalo se 
zavedamo, da lahko predvsem sami poskrbimo za našo zasebnost, na način, da ne 
dajemo podatkov o sebi nikomur, ki ni pooblaščen, da lahko do njih dostopa. Celo uradne 
osebe, ki naj bi bile stoodstotno zanesljive, včasih podležejo skušnjavam in podatke 
posredujejo naprej.    
10.3.3 THE RELATIONSHIP BETWEEN PERSONAL DATA PROTECTION AND 
INTELLECTUAL PROPERTY RIGHTS IN THE CASE LAW OF THE COURT 
OF JUSTICE OF THE EUROPEAN UNION 
Članek The Relationship Between Personal Data Protection and Intellectual Property 
Rights in the Case Law of the Court of Justice of the European Union (Razmerje med 
varstvom osebnih podatkov in intelektualna lastninska pravica v sodni praksi Sodišča EU) 
govori o internetu, ki je omogočil pretok informacij, idej, novic, storitev itd., na način, ki je 
bil še pred 15 leti nepredstavljiv. Žal se internet uporablja tudi za kazniva dejanja in poseg 
v pravice drugih ljudi. V zadnjem desetletju je bilo velikokrat povedano, kako bi obvladali 
ta močan, a »divji« medij. Da bi se izognili zlorabi in omejili škodo, so morale države 
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sprejeti določene ukrepe in zakonodajo. Hkrati pa so se s tem izzivom srečala tudi 
sodišča. Največji izziv, s katerim so se morala soočiti (in tudi najbolj občutljiv), pa je 
medsebojni vpliv pravice do zasebnosti in pravice do varstva intelektualne lastnine. 
Izmenjava podatkov in datotek teče med uporabniki na enostaven in hiter način, kar pa s 
pridom izkoriščajo kršitelji avtorskih pravic.  
Imetniki pravic industrijske lastnine, ki se borijo proti kršenju pravic na spletu, bodo  
začeli biti težak boj proti le–temu. Pričeli so slediti uporabnikom, ponudnike spletnih 
storitev pa so prosili, da jim posredujejo informacije v zvezi z njihovimi uporabniki, ki 
sodelujejo pri kršitvah. Žal je bil odgovor negativen, saj so menili, da bi pri tem kršili 
pravice posameznikov. Zaradi te odločitve so postali zakonodajalci in sodišča bolj pozorni 
na medsebojni vpliv med pravico do zasebnosti in pravico do varovanja intelektualne 
lastnine.  
Glede sekundarne zakonodaje EU: Direktiva 95/46/EC o zaščiti posameznikov glede 
obdelave osebnih podatkov in glede prostega pretoka takih podatkov (direktiva o varstvu 
osebnih podatkov) je bila sprejeta za zaščito pravic in svoboščin oseb na področju 
obdelave osebnih podatkov z določitvijo smernic, ki določajo, kdaj je ta obdelava zakonita. 
Velja za kakršnokoli delovanje ali skupek ali več aktivnosti (vključno npr. z zbiranjem 
osebnih podatkov, hranjenjem in razkrivanjem osebnih podatkov), ki se izvajajo v zvezi z 
osebnimi podatki. Direktiva 95/46/EC se nanaša na avtomatsko obdelavo podatkov (npr. 
računalniška baza podatkov o kupcih) in na podatke, ki so del ali so namenjeni, da bi 
postali del neavtomatiziranih sistemov, kjer so dostopni po specifičnih kriterijih. V skladu s 
členom 6 (1) (b) Direktive o varstvu osebnih podatkov se osebni podatki lahko zbirajo za 
navedeni, eksplicitni in zakoniti namen in se jih ne sme nadalje obdelovati na način, ki ni 
pompatibilen z navedenimi nameni in ne dlje časa, kot je nujno. Zbiranje osebnih 
podatkov, metode za zbiranje in nameni morajo biti določeni vnaprej.   
Zakonodaja EU na področju varstva intelektualne lastnine: zakonodaja EU ščiti pravico do 
zaščite intelektualne lastnine, predvsem glede avtorskih pravic. Direktiva 2004/48/EC je 
postavila osnovni okvir za boj proti kršiteljem varstva intelektualnih pravic. V skladu z 
Direktivo 2004/48/EC morajo vse države članice sprejeti učinkovite ukrepe za dosego cilja, 
tj. zavarovanje intelektualne lastnine.  
V skladu z 8. členom lahko pravosodni organi odredijo, da se jim posredujejo informacije, 
ki se nanašajo na izvor in distribucijsko mrežo, ki krši pravice intelektualne lastnine. 
Zahtevane informacije so lahko imena in naslovi kršiteljev in tudi količina kršenih 
podatkov.  
Primer Promusicale: Promusicale je špansko glasbeno produkcijsko neprofitno združenje 
producentov in založnikov plošč in avdio posnetkov. Promusicale je vložilo tožbo proti 
španskemu podjetju Telefonica Espana, ponudniku internetnih storitev. Promusicale je od 
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ponudnika internetnih storitev zahtevalo imena in naslove, imetnike določenih IP 
naslovov. Promusicale je svojo zahtevo utemeljil s tem, da so te osebe uporabljale 
program KaZaA, ki naj bi omogočal dostop do določenih posnetkov, ki so bili last članov 
združenja Promusicale in so bili avtorsko zaščiteni.  
Sodišče je naložilo razkritje zahtevanih podatkov, vendar se je podjetje Telefonica Espana 
na sklep pritožilo, saj je v skladu s španskim zakonom o varovanju osebnih podatkov, 
nedovoljeno posredovanje osebnih podatkov, razen, kadar je razkritje takšnih podatkov 
zahtevano zaradi kazenskih preiskav ali za zaščito javne varnosti ali nacionalne obrambe, 
ne pa tudi v civilnih sodnih postopkih.  
Špansko sodišče se je zato obrnilo na Evropsko sodišče. Evropsko sodišče je v svoji 
odločitvi z dne 29. 1. 2008 navedlo, da Direktiva ne vključuje možnosti razkritja osebnih 
podatkov v civilnih postopkih, vendar jih k temu tudi ne zavezuje. Evropsko sodišče je 
menilo, da Direktiva ne zahteva razkritja osebnih podatkov z namenom, da bi se zaščitilo 
avtorske pravice v civilnih postopkih. S to sodbo je Evropsko sodišče prvič odločilo, da 
pravica do varstva osebnih podatkov prevlada nad pravico do varovanja osebne in 
intelektualne lastnine. 
Evropsko sodišče je menilo, da morajo države članice, ko se pojavi kolizija interesov med 
zaščito osnovnih človekovih pravic, upoštevati ustrezno ravnotežje med njimi po načelu 
sorazmernosti (Sciaudone, 2013, str. 22–27).  
Menim, da je intelektualna lastnina v povezavi s pravico do zasebnosti velik izziv s katerim 
se sooča sodobna informacijska družba saj izmenjava podatkov, datotek ipd. teče na hiter 
in enostaven način, to pa je lahko velika »priložnost« za kršitelje le-teh pravic. Kakor je 
svetovni splet enostaven, hiter in pregleden, skriva v ozadju veliko pasti na katere 
moramo biti zelo pozorni. Na podlagi prebrane literature in člankov sem ugotovila, da je 
vsaka še tako majhna oz. nepomembna objava o sebi lahko za nekoga informacija, da 
zazna našo občutljivo točko in nas kasneje izsiljuje.   
10.3.4 DATA PROTECTION IN MICROCOMPUTER SYSTEM AND NETWORKS 
Članek Data protection in microcomputer system and Networks (Varovanje podatkov v 
mikroračunalniških sistemih in mrežah) govori o pomenu varnosti in pomenu varovanja 
osebnih podatkov v mikroračunalniških sistemih, informacijskih sistemih oz. programski 
opremi in je na splošno rečeno, eden izmed največjih problemov v računalniški tehnologiji 
in proizvodnji računalnikov. Največji izziv je, kako zagotoviti varnost osebnih podatkov 
pred nepooblaščenimi vstopi oz. nepooblaščeno uporabo. Računalniki in seveda tudi 
mikroračunalniški sistemi se uporabljajo na vseh področjih, od zasebnih do poslovnih. Od 
kar obstajajo računalniki, obstajajo ljudje, ki želijo prekršiti varnost, to pa posledično vodi 
do poškodovanja in izgube podatkov.  
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Najprej je treba izvesti realno analizo in izdelati oceno tveganja. Da bi lahko pripravili 
obrambo, moramo imeti čisto in celotno sliko vseh nevarnosti, ki bi lahko ogrozile sistem. 
Varnost bi lahko opredelili kot stopnjo zaščite pred nevarnostmi, izgubo in 
poškodovanjem. Za varnost mikro sistemov in mrež je bilo ugotovljenih nekaj dejstev:  
1. Varnost je proces, ne proizvod, storitev ali postopek. Varnost vsebuje veliko 
elementov in ukrepov, ki se izvajajo kontinuirano in na daljši rok. 
2. Absolutno zavarovani sistemi ne obstajajo. Prav tako ne obstaja absolutna varnost. 
3. Pri razvijanju različnih metod varovanja moramo vedno v mislih imeti, da za vsem 
skupaj stoji človeški faktor z vsemi svojimi slabostmi. 
Napadi in grožnje varnosti mikroračunalniških sistemov in mrež: v skladu s klasifikacijo 
NIST (National institute of standards and technology oz. nacionalni inštitut za standarde in 
tehnologijo) delimo ogrožanje varnosti v informacijskih sistemih na: napake, prevare in 
kraje, sabotaže, ki jih izvedejo zaposleni, izguba fizične in infrastrukturne podpore, vdor v 
sisteme, škodljivi programi, grožnje uporabnikovi varnosti. 
Tipi napadov in groženj na varnost: da bi lahko pravilno ocenili varnostne potrebe neke 
organizacije in da bi lahko izbrali učinkovit način za zagotavljanje varnosti, je treba imeti 
sistematičen način definiranja zahtev za varnost. Poleg tega je treba oblikovati 
kategoriziran pristop, ki zagotavlja, da so zahteve izpolnjene. En vidik je, da se upošteva 
naslednje aspekte informacijske varnosti: napad na varnost (je vsaka akcija, ki ogroža 
varnost), varnostni mehanizem (mehanizem, ki zazna napad in je sposoben, da si 
opomore od napada), varnostna storitev (storitev, ki povečuje varnost sistema za 
obdelovanje in posredovanje podatkov; takšna storitev mora vsebovati uporabo enega ali 
več varnostnih mehanizmov). 
Napadi so akcije, ki so povzročene z namenom ogrožanja računalniških sistemov. 
Poznamo več vrst: napad na zaupnost podatkov, napad na integriteto, napad na overjanje 
itd. Metode varovanja podatkov v mikroračunalniških sistemih in mrežah: ena izmed 
najpomembnejših metod varovanja sistemov vsebuje kriptografiranje, arhiviranje, 
antivirusna zaščita, protizagonski komplet, protivohunski programi, požarni zid, digitalno 
podpisovanje, varovanje pred napadi na operacijske sisteme, varnost v internetnem 
prometu, SSI-protokol z uporabo hardware ključa itd. (Ramakić & Bundalo, 2014, str. 
137–140).   
Z avtorjem članka se v celoti strinjam, da je največji izziv, kako zagotoviti varnost osebnih 
podatkov pred nepooblaščenimi vstopi v baze podatkov, kjer se nahajajo tako osebni kot 
pomembni poslovni podatki. Vsak posameznik, vsaka pravni subjekt itd. bi moral vlagati v 
zaščito mrež, mikrosistemov in računalniške opreme nasploh, in se zavedati, da finančna 
sredstva vložena v proti požarni zid, antivirusne programe itd. se lahko na daljši rok 
obrestuje, saj bomo varni pred nepooblaščenimi vlomi v naš sistem, izgubo podatkov, 
poškodovanjem, ipd.    
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10.3.5 DATA PROTECTION LAW AND PERSONAL IDENTIFICATION NUMBERS 
IN LITHUANIA 
Članek Data protection law and personal identification numbers in Lithuania (Zakonodaja 
o varstvu osebnih podatkov in osebni identifikacijski številki v Litvi). Litva je članica EU od 
leta 2004 in skrbno spremlja usmeritve EU na področju varovanja osebnih podatkov. 
Varstvo osebnih podatkov je v Litvi zakonsko urejeno že od leta 1996 s posebnim 
zakonom o varovanju osebnih podatkov (trenutna zakonodaja je v veljavi od leta 2008, z 
nekaj manjšimi dopolnitvami leta 2011).  
Zakon o varovanju osebnih podatkov v Litvi sledi Direktivi 95/46/ EU, hkrati pa vključuje 
ureditev na nekaterih področjih, ki so pomembna za državo in niso posebej urejena z 
Direktivo. Eno takih področij je tudi področje enotne matične številke občanov. Druga 
področja, ki so urejena z zakonodajo, so še: zdravstvo, direktni marketing, video nadzor, 
podatki o kreditih občanov ipd. 
Litovski sodniki in vladni uradniki se strogo držijo zakonodaje o varovanju osebnih 
podatkov. Definicija varstva osebnih podatkov dosledno sledi definiciji iz Uredbe 
95/46/EC. V skladu s tem je osebni podatek vsak podatek, ki se nanaša na posameznika. 
Sodna in administrativna praksa interpretira definicijo osebnih podatkov zelo široko. 
Podatki se obravnavajo kot osebni podatki, če se javno dostopno gradivo lahko uporablja 
za posredno identifikacijo konkretnih posameznikov. V skladu s to definicijo je tudi IP-
naslov ali registrska tablica vozila obravnavan kot osebni podatek. 
Za kršitve zakona so zagrožene visoke kazni (do 600 EUR), kljub temu pa obstaja še 
vedno veliko možnosti za izboljšavo zakona. Nadzor nad izvajanjem zakona vrši poseben 
državni Inšpektorat za varstvo osebnih podatkov. 
Litva je uvedla osebne identifikacijske številke občanov (v nadaljevanju OIŠO) v 90. letih 
prejšnjega stoletja. OIŠO je sestavljena iz 11 številk, ki so dodeljeni vsakemu občanu. Ker 
v času sprejema zakona o OIŠO še ni bilo zakonodaje na področju varovanja osebnih 
podatkov, je bil takrat izbran t. i. sistem govorečih števil, po katerem je osebna 
identifikacijska številka občanov sestavljena iz datuma rojstva, informacije o spolu, le 
zadnje 4 številke so naključno dodeljene vsakemu občanu.  
Da bi kasneje popravili napako, so sprejeli posebna pravila za obdelovanje podatkov 
OIŠO. V skladu s tem se lahko OIŠO obdeluje le z vednostjo in s soglasjem posameznika. 
Tretji odstavek 7. člena Zakona o varstvu osebnih podatkov pravi, da se osebni podatki 
lahko obdelujejo le v naslednjih primerih: 
1. če obdelavo dovoljuje kak drug področni zakon; 
2. če se podatki obdelujejo v državnih ali institucionalnih registrih in z informacijskimi 
sistemi, pod pogojem, da so bili uradno ustanovljeni v skladu z zakonom; 
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3. če podatke obdelujejo pravne osebe, ki sodelujejo pri dejavnostih, povezanih z 
odobritvijo posojil in izterjavo dolgov, zavarovanjem ali finančnim najemom, 
zdravstvom in socialnim zavarovanjem, kot tudi z dejavnostmi drugih institucij, ki 
zagotavljajo in upravljajo področje socialnega varstva, izobraževalnih in 
znanstvenih ustanov; 
4. kadar se podatki obdelujejo kot zaupni podatki v primerih, določenih z zakonom. 
 
Na podlagi 7. člena, in sicer odstavkov 4 in 5, Zakona o pravnem varstvu osebnih 
podatkov se osebne identifikacijske številke ne sme razkriti, prav tako se podatki ne smejo 
zbirati in obdelovati za namene neposrednega trženja. Pravne osebe, ki obdelujejo osebne 
identifikacijske številke za zakonite namene, lahko uporabijo osebno identifikacijsko 
številko le za namen, za katerega je bila prejeta, in le v primeru, kadar je to potrebno za 
legitimen in točno določen namen obdelave osebnih podatkov. Zaradi strogih pogojev za 
obdelavo osebnih podatkov je postal inšpekcijski nadzor nad izvajanjem zakona rutina. 
Avtor v članku opisuje primer, ki je bil obravnavan na sodišču. Državni center za registre 
je osebno identifikacijsko številko uporabil za namen elektronskega podpisa, bolj natančno 
povedano, osebna identifikacijska številka je bila »vgrajena« v elektronski podpis. 
Inšpektorat je menil, da takšna odločitev ni v skladu z zakonodajo, zato je izdal odločbo, 
da mora Državni center za registre prenehati izdajati takšne digitalne podpise. Ker se 
Center s takšno odločbo ni strinjal, je vložil pritožbo na Ustavno sodišče in uspel na prvi 
stopnji, odločba Inšpektorata pa je bila razveljavljena. Na to odločitev se je Inšpektorat 
pritožil na Višje upravno sodišče. Višje upravno sodišče je ugodilo Inšpektoratu, saj bi 
moral Center pred izdajo takšnega digitalnega potrdila pridobiti soglasje posameznika 
(Kiškis, 2014, str. 162–164).  
Z avtorjem članka se v celoti strinjam. Moje mnenje je, da se identifikacijska številka 
posameznika ne sme uporabljati kot koda za geslo, ali koda za elektronski podpis, ali koda 
nasploh. Identifikacijska številka posameznika je osebni podatek in jo je treba varovati na 
ustrezen način, da ne prihaja do zlorab.           
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11 DOSEŽENI REZULTATI IN CILJI RAZISKAVE  
Namen magistrskega dela je bilo na študiji primerov pred Evropskim sodiščem za 
človekove pravice (ESČP) in študiji primerov pred Sodiščem EU prikazati, da ESČP in 
Sodišče EU zagotavljata pravico do spoštovanja zasebnega in družinskega življenja in da 
spoštujeta pravico do varstva osebnih podatkov posameznikov in pravico do zasebnosti. 
Cilj je dosežen, saj sem s teoretičnim raziskovalnim pristopom in metodo deskripcije 
prikazala, da obstajajo razlike med spoštovanjem zasebnega in družinskega življenja in 
pravico do svobode in varstvom pravice do spoštovanja osebnih podatkov in pravice do 
zasebnosti ter da ESČP varuje pravico posameznika do zasebnega in družinskega življenja 
pred posegi države in hkrati pušča, da države članice določena vprašanja urejajo same.  
Preverila sem, kakšne so odločitve Evropskega sodišča za človekove pravice in Sodišča EU 
glede kršitve 8. člena Konvencije ter prišla do zaključka, da tako ESČP kot Sodišče EU zelo 
na široko opredelita ter argumentirata svoje odločitve. Sodišči v večini primerov pritrdita, 
da so bile pravice kršene.  
11.1 PREVERITEV HIPOTEZ 
Preveritev hipoteze 1: Evropsko sodišče za človekove pravice pušča široko diskrecijsko 
pravico državam podpisnicam EKČP, da same urejajo vprašanja s področja varovanja 
osebnih podatkov. 
Hipotezo 1 lahko v večini primerov potrdimo.   
Case of L. H. v. Latvija: V tem primeru je šlo za zbiranje in obdelavo občutljivih podatkov, 
in sicer za zbiranje osebnih zdravstvenih podatkov, kar predstavlja kršitev 8. člena EKČP. 
ESČP je ugotovilo, da veljavna latvijska zakonodaja ni dovolj natančna in da ne zagotavlja 
ustreznega pravnega varstva s tega področja, niti ne navaja dovolj jasnega obsega 
diskrecijske pravice pristojnih organov.  
Case of Uzun v. Germany: Evropsko sodišče je ocenilo, da je nadzor nad tožečo stranko 
preko GPS-signala, ki ga je odredil zvezni generalni državni tožilec, služil interesom 
nacionalne varnosti, preprečevanju kriminala ter zaščiti pravic žrtev in je v skladu z 8. 
členom, drugi odstavek EKČP. Tožniku ni blia kršena pravica ne iz 6. člena in ne iz 8. 
člena EKČP. Sodišče je pri odločanju ocenilo, da je meja državnega poseganja v 
izvrševanje pravice iz Konvencije opravičljiva in dopustna. 
Case of M. K. v. France: Pritožniku ni bila izdana pravnomočna obtožnica, vendar so bili 
kljub temu njegovi prstni odtisi vnešeni v bazo FAED, čeprav je pritožnik zahteval izbris iz 
upravičljivih razlogov.  Kasacijsko sodišče je njegovo vlogo zavrnilo zato se je pritožil na 
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ESČP. ESČP je ocenilo, da je meja državnega poseganja v izvrševanje pravice iz EKČP 
nedopustna in izdalo odločbo, v kateri je navedlo, da je bil kršen 8. Člen EKČP.     
Case of Romet v. the Netherlands: Državna agencija za cestni promet je imela v sistemu 
registriranja vozil veliko pomanjkljivost, ki pa je ni želela priznati. Tožnik se je pritožil na 
ESČP in navedel, da je odločitev regionalnega sodišča nerazumna in nepravilno 
utemeljena.  ESČP je razsodilo, da je bil pritožniku kršen 8. člen EKČP in poseganje države 
v posameznika v tem primeru ni bilo dopustno.   
Case of S. and Marper v. the United Kingdom: v tem primeru obtožnica ni bila 
pravnomočna, zato je bilo poseganje v pravico države neutemeljeno. ESČP je ocenilo in 
odločilo, da je bil pritožnikoma kršen 8. člen EKČP.  
Sodba sodišča v združenih zadevah od C–446/12 do C–449/12: Sodišče EU je razsodilo, 
da se navedena uredba ne uporablja za osebne izkaznice, ki jih izda država članica svojim 
državljanom, ne glede na njihobo obdobje veljavnosti. Razsodilo je, da državam članicam 
ne nalaga dolžnosti, da se biometrični podatki, ki se zbirajo in shranjujejo, ne bodo 
zbrisali.        
Sodba sodišča v združeni zadevi C–468/10 in C–469/10: Sodišče EU je razsodilo, 
da se člen 7 (f) Direktive 95/46/EC razlaga tako, da nasprotuje nacionalni ureditvi. 
Diskrecijska pravica predstavlja neko uravnavanje Sodišča pa nacionalne ureditve.   
Sodba sodišča v zadevi C–524/06: Sodišče EU navaja, da se v registru, kjer so 
podatki posameznikov shranjeni poimensko, nujni za statistične namene.   
Sodba sodišča v zadevi C–543/09: Sodišče EU je razsodilo, da je treba Direktivo o 
univerzalnih storitvah razlagati tako, da ne nasprotuje normalnemu predpisu, in sicer da 
podjetja, ki se ukvarjajo v tem primeru z omenjejo dejavnostjo ne posredujejo podatkov o 
svojih naročnihih. Sodišče je odločilo, da bo ugodilo Deutsche Telekom, ker se nanaša 
omenjena problematika na področje diskrecijske pravice države.   
Sodba sodišča v združeni zadevi C–92/09 in C–93/09: Sodišče je odločilo, da ima 
vsaka država članica prosto pot pri odločanju in da lahko sama ureja ta vprašanja.  
 
ESČP deluje kot organ varstva človekovih pravic in temeljnih svoboščin, ki jih zagotavlja 
Konvencija. ESČP ne razsoja o abstraktnih primerih, ampak izključno o konkretnih kršitvah 
posameznikov iz EKČP. Doktrina »margin of appreciation« pomeni diskrecijsko pravico 
države podpisnice Evropske konvencije pri odločanju o tem, kdaj lahko zaradi različnih 
razlogov, ki so v interesu države in jih Konvencija bolj ali manj določa, država omeji 
uresničevanje nekaterih pravic iz te pogodbe. Osnovna dilema, ki se pri tem zastavlja 
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sodišču pri njegovem odločanju, pa je, kako uravnovesiti na eni strani odgovornost za 
oblikovanje skupnih načel in evropskega pristopa pri uporabi Konvencije, na drugi strani 
pa vseeno upoštevati različnost političnega, kulturnega, ekonomskega in socialnega 
družbenega položaja v državah podpisnicah Konvencije (Kuhelj, 2001).    
ESČP označuje pravico do svobodnega izražanja in do informiranja kot temeljno pravico, 
ki zagotavlja demokracijo. Države lahko omejujejo pravico na podlagi izpolnitve pogojev 
določenosti v zakonu in nujnosti v demokratični družbi zaradi razlogov zaščite javnega 
interesa (Kuhelj, 2003).    
V primerih omejevanja pravic iz 8. člena Konvencije se lahko države sklicujejo na 
diskrecijsko pravico; drugi odstavek natančno opredeljuje razloge, zaradi katerih se sme 
posamezna pravica omejiti.   
ESČP mora na eni strani uravnovesiti odgovornost za oblikovanje skupnih načel in 
evropskega pristopa, na drugi strani pa upoštevati različnost političnega, ekonomskega, 
kulturnega in socialno družbenega položaja v državah podpisnicah Konvencije.  
V enotno razlago Konvencije vpeljuje doktrino »element relativnosti«, ki pomeni, da je 
odločitev ESČP vsakič odvisna od konkretnega primera in okoliščin posameznika. ESČP pri 
odločanju v konkretnem primeru vsakič posebej oceni, ali je meja državnega poseganja v 
izvrševanje pravice iz EKČP dopustna in opravičljiva ali ne. Diskrecijska pravica predstavlja 
ravnovesje ESČP med suverenostjo in obveznostmi držav, kot izvirajo iz EKČP. ESČP lahko 
v dveh primerih odloči, da v določenih primerih ne bo razsodilo v korist pritožnika in mu 
ne bo ugodilo, ker sodi konkretna problematika v področje državne diskrecijske pravice, in 
sicer: v prvem primeru je odločitev ESČP odvisna od ocene, da gre v konkretni situaciji za 
področje, ki je v pristojnosti države in bi bil zato poseg ESČP neutemeljen; v drugem 
primeru pa ESČP preuči odločitev državnih organov in ugotovi, da je ravnovesje države 
utemeljeno in opravičljivo ter da EKČP ni bila kršena. V omenjenih primerih se uporaba 
diskrecijske pravice zelo razlikuje. ESČP se v prvem primeru ne spušča v ocenjevanje 
pravilnosti državnih odločitev, ampak zavrne poseganje v državne pristojnosti. V drugem 
primeru pa ESČP razsodi po oceni vseh dokazov, kjer ugotovi, da kršitve ni bilo, ker je 
odločitev države v mejah njene diskrecije. Odločitev ESČP je lahko vsebinske ali 
formalnopravne narave, v obeh primerih pa se nanaša na uporabo diskrecijske pravice.  
V večini sodnih primerov in razprav o doktrini diskrecijske pravice manjkata jasnost in 
natančna določljivost meja in vsebine same doktrine. Državna diskrecijska pravica je 
pravno zelo neopredeljen pojem. Nanaša se na pravico do prostora, ki ga imajo države pri 
poseganju v posameznikove pravice in pri tem prostoru je nemogoče vnaprej ugotoviti, 
kje je meja dovoljenega oz. nedovoljenega posega. Opredeli se vsakič posebej glede na 
okoliščine konkretnega primera. Skupno vsem razpravam je, da diskrecijsko pravico 
državnih organov predstavljajo kot eno od dveh možnih odločitev, ki jih mora ESČP doseči 
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pri obravnavanju primerov, v katerih se pojavlja problematika, vezana na doktrino. Prva 
odločitev ESČP se nanaša na odločitev organov v predhodnem postopku, druga odločitev  
ESČP pa se nanaša na oceno dovoljenega oz. nedovoljenega državnega poseganja v 
izvrševanje nekaterih pravic iz EKČP. Doktrina predstavlja pomembno sredstvo ESČP za 
obravnavanje omejevanja pravic iz 8. do 11. člena (pravica do spoštovanja zasebnosti, 
družinskega življenja, doma in dopisovanja; svoboda misli, vesti in veroizpovedi; pravica 
do svobodnega izražanja in do informiranja; pravica do svobodnega zbiranja in 
združevanja ter pravica do ustanavljanja sindikatov), 14. člena (diskriminacija) in 15. 
člena (razveljavitev človekovih pravic v času vojne ali druge splošne nevarnosti) EKČP in 
1. člena Protokola št. 7 (pravice tujcev). 
Miselnost sodnikov je včasih zelo ozka, politično zaznamovana in včasih polna lastnih 
egocentričnih presoj ter včasih celo ovira do resnice in do iskanja rešitve, ki jo ponuja 
zakonodaja. Ta anomalija se največkrat prepozna v ločenih mnenjih sodnikov, kjer je 
mogoče zaznati njihovo usmerjenost k prepoznavanju bistva drugačnosti, njihova politična 
nagnjenja in nenazadnje moralno in etično razgledanost. Iskanje pravic na ESČP ne 
pomeni, da na racionalnem nivoju sodniki zaradi usmerjenosti k vodilni politiki ne znajo 
zaznati zahteve po regulaciji zakonodaje. Prihaja do primerov, ko res ne znajo najti poti k 
rešitvi in ko res ne morejo učinkovito odločati.  
Preveritev hipoteze 2: Sodbe Sodišča EU imajo močan vpliv na sodno prakso Evropskega 
sodišča za človekove pravice (ESČP).   
Navezujoč se na potrjevanje hipoteze 1, lahko v večini primerov potrdimo tudi hipotezo 2.  
Države članice so z vstopom v EU vstopile v nekakšno obdobje prilagajanja in 
prevzemanja nacionalne zakonodaje EU. EKČP velikokrat ugotovi neskladja in 
neupoštevanja nacionalnih pravil s pravili EU. V zadnjih letih je zelo veliko obravnavanih 
pritožb posameznikov, ki so jim bile kršene pravice na področju varovanja osebnih 
podatkov in njihove zasebnosti.   
11.2 PRISPEVEK REZULTATOV RAZISKAVE K ZNANOSTI OZIROMA 
STROKI 
Preko sodb Sodišča EU in ESČP ter pravnih mnenj na podlagi 8. člena Konvencije delo 
pripomore k ozaveščanju širše javnosti o problematiki  pravice do varstva osebnih 
podatkov, tako na nacionalni kot tudi na mednarodni ravni.  
Opravljena raziskava na podlagi različnih sodb pokaže, kako odločata Sodišče EU in ESČP, 
obenem pa nam da jasno sliko problematike sodne prakse obeh sodišč in njuno 
pomembno vlogo pri reševanju perečih vprašanj. Sodna praksa s precedenčnimi primeri 
služi kot neke vrste usmeritev za nadaljnje reševanje primerov in kot posvetovalo orodje 
pri odločanju v podobnih primerih.   
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Način pravne ureditve izvrševanja sodb Sodišča EU in ESČP s strani držav članic Sveta 
Evrope kot tudi analiza 8. člena Konvencije, prikaz sodnih odločb in odločitev lahko služijo 
tako na domači kot tudi na mednarodni ravni kot smernice za oblikovanje zakonodaje in 
sprejem konkretnih ukrepov na področju pereče problematike.  
Sodišče EU, ki vsakodnevno poudarja, da je treba spoštovati posameznikove temeljne 
pravice in svoboščine, s svojo sodno prakso predstavlja standarde varstva pravic.  
Najpomembnejša institucija Sveta Evrope je ESČP, države članice pa so dolžne spoštovati  
in izvrševati sodbe ESČP. ESČP na ta način nadgrajuje sodno prakso in normativno 
ureditev. Z veljavnostjo Lizbonske pogodbe, kjer je EU dobila status pravnega subjekta,  
je povezava med obema sodiščema še večja.  
11.3 UPORABNOST REZULTATOV RAZISKAVE 
Rezultati magistrskega dela lahko služijo zainteresirani javnosti za vnaprejšnje sporočanje 
v obliki objav v strokovnih revijah in člankih. Rezultati lahko služijo kot primerjave in kot 
opozorilo državnim organom, da uredijo pravico do varstva osebnih podatkov.  
Upoštevanje pravic varstva osebnih podatkov v drugih državah pogodbenicah so lahko 
smernice, da Sloveniji pokažejo pot v njenem nadaljnjem razvoju in načela enakosti ter 
pravičnosti. Kot je zapisano v ustavi, smo enaki vsi ne glede na raso, spol, narodnost, 
versko pripadnost. 
Magistrsko delo je lahko uporabno v več kontekstih, ne le primerjalno z drugimi državami 
pogodbenicami, ampak tudi na področju razvoja, odnosa človeka do drugih ljudi, 
zakonodajnega sistema, človekovih pravic in svoboščin, predvsem pa zavedanja na 
področju varstva osebnih podatkov in zasebnosti posameznika. 
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12 ZAKLJUČEK  
Prvi člen splošne deklaracije človekovih pravic pravi, da so človekove pravice temelj 
človekovega dostojanstva in njegove svobode. Navaja tudi, da sta človekov razum in vest 
tista, ki ga morata voditi pri uresničevanju človekovih pravic. Človekove pravice so vir 
svobode in sožitja kadar so spoštovane in razumljene kot temelj človekovega 
dostojanstva.  
Po drugi svetovni vojni je bila zaščita človekovih pravic ena najpomembnejših značilnosti 
evolucije mednarodnega prava. Zaščita človekovih pravic je bila razumljena kot nujnost, 
kot sredstvo in nujen pogoj, da se preprečijo ponovne grozote druge svetovne vojne. 
Ustanovna listina OZN je vključila razvoj in spodbujanje človekovih pravic in temeljnih 
svoboščin prav za vse ljudi, ne glede na spol, raso, jezik ali veroizpoved, med cilje OZN. 
Leta 1948 je bila sprejeta Splošna deklaracija človekovih pravic, v njej pa je bila določena 
poglavitna vsebina, ki je konkretizirala določbe Ustanovne listine OZN. Kasneje je bilo 
sprejetih še več mednarodnih pogodb in drugih mednarodnih aktov, ki so določili vsebino 
človekovih pravic in razvili postopke za njihovo uveljavljanje. Med njimi imata posebno 
pomembno mesto Mednarodni pakt o ekonomskih, socialnih in kulturnih pravicah in 
Mednarodni pakt o državljanskih in političnih pravicah, ki skupaj s Splošno deklaracijo 
človekovih pravic sestavljata Listino človekovih pravic (International Bill of Rights), ki je 
danes temelj mednarodnopravnega varstva človekovih pravic (Türk, 2007, str. 138).   
 
V 20. stoletju je izrazito stopilo v ospredje spoznanje o pomenu človekovih pravic in 
svoboščin in o potrebi po njihovem ustavnosodnem varstvu. Za varovanje človekovih 
pravic in svoboščin so bili vzpostavljeni posebni modeli, med katerimi omenjamo zlasti 
možnost ustavnih pritožb zaradi kršitve človekovih pravic in svoboščin pri ustavnih 
sodiščih posameznih evropskih držav in pri posebnem naddržavnem Evropskem sodišču za 
človekove pravice v Strasbourgu. V mednarodnem pravu imajo človekove pravice dve 
posebni značilnosti, in sicer, prvič, človekove pravice so sprejete v korist ljudi. Obveznosti, 
ki jih države članice sprejmejo na področju človekovih pravic niso predmet vzajemnosti v 
njihovih medsebojnih odnosih. Pravic v določeni državi ni dopustno omejevati zato, ker so 
se omejitve pojavile v neki drugi državi, ki je stranka iste pogodbe o zaščiti človekovih 
pravic. Drugič, človekove pravice so izraz človekove integritete in dostojanstva in jih 
država ne more preprosto odpraviti (Türk, 2007, str. 139).   
  
Ključna značilnost današnje sodobne družbe so globalne migracije. Postmoderne družbe 
prinašajo obsežne spremembe, ki se tičejo celotnega spektra družbene organizacije. Te 
spremembe so vključitev migrantov v novo družbo, politika priznavanja multikulturnosti in 
državljanskih pravic ter doseganje družbene kohezije v vsakdanjem življenju (Zavratnik, 
2013, str. 73).  
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Nekatere težave, ki so se rodile v strukturnem nasilju novega časa, so tako velike, da so 
tisti, ki želijo zadeve urediti, brez moči in paralizirani. Vseeno se bodo našli viri in pravna 
sredstva, da bomo obdržali neodvisnost in razsodnost. Treba je zatreti dvojna merila in 
ustaviti mejo med bogatimi in revnimi (Goodale, 2009, str. 163).   
 
Naloga ESČP je, da države pogodbenice spoštujejo in zagotavljajo spoštovanje človekovih 
pravic in temeljnih svoboščin, ki so zapisane v EKČP, in sicer tako svojim državljanom kot 
tudi drugim znotraj njihove jurisdikcije, ne glede na spol, državljanstvo, raso, veroizpoved 
ali drugo okoliščino. Sodišče obravnava pritožbe posameznikov in meddržavne pritožbe. 
Kadar je država pogodbenica kršila pravice iz Konvencije, Sodišče o kršitvi izreče sodbo, ki 
je zavezujoča.  
 
Sodišče EU in ESČP vpeljujeta s sodno prakso in sodno razlago aktov pomembne mejnike, 
in obenem posegata v suverenost držav Sveta Evrope ter tako premikata na bolje veljavne 
in nove pravne akte.      
 
Direktiva 95/46/EC, ki sta jo sprejela Evropski parlament in Svet EU leta 1995, je med 
vsemi, ki urejajo varstvo posameznikov v zvezi z obdelavo osebnih podatkov, 
najpomembnejša. Direktiva opredeli osebni podatek kot katerokoli informacijo, ki se 
nanaša na določeno ali določljivo fizično osebo, ki se jo lahko neposredno ali posredno 
identificira.   Države članice EU so dolžne urediti na svoji nacionalni ravni oz. zakonodaji 
varstvo osebnih podatkov posameznikov. Le z zakonodajno ureditvijo se lahko osebni 
podatki z različnih družbenih področij obdelujejo na zakonit, pošten, primeren in 
sorazmeren način (Lavrič, 2013, str. 202).  
 
Vsak posameznik ima pravico do zasebnosti in varstva te pravice, ki je vrednota in jo 
svobodna družbena skupnost priznava vsakemu človeku.  
 
Menim, da je ljudi, državljane EU, treba osvestiti glede pomembnosti varstva njihovih 
osebnih podatkov in pravice do zasebnosti, ki je lahko zaradi njihove nepozornosti in 
nepoznavanja te problematike, zlorabljena in je lahko zaradi tega posamezniku ali 
organizaciji narejena velika škoda.         
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