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Поступив в профессиональное учебное заведение, молодые люди вливаются в специфическую социальную 
группу, характеризующуюся особыми условиями жизни, труда и быта, социальным поведением, системой цен-
ностных ориентаций. Профессиональная адаптация включает в себя овладение необходимыми знаниями, уме-
ниями, навыками, умением быстро ориентироваться в различных производственных ситуациях, контролировать 
и программировать свои действия, предполагая постепенное вхождение молодого человека в условия профес-
сионального труда, период превращения из учащегося образовательного учреждения в специалиста не по 
должности, а по его психическому складу. Подготовка к будущей деятельности в избранной сфере является их 
главным занятием. Однако студенты сталкиваются с новыми непривычными условиями жизнедеятельности. 
Это вызывает необходимость приспосабливаться к ним в социальном, поведенческом плане. Необходимость 
такого рода адаптации обусловливается такими факторами: новыми методами учебной работы; большим объе-
мом самостоятельной учебной работы; нормами студенческого коллектива; особенностями самостоятельной 
жизни и т.д. Эти трудности переживаются молодыми людьми неодинаково. В зависимости от индивидуальных 
особенностей процесс адаптации протекает с большими или меньшими затратами сил. Сроки и успешность 
адаптации к новым условиям обучения, а затем и к профессиональной деятельности, в значительной мере зави-
сят от устойчивости нравственных качеств личности - трудолюбия, доброжелательности, широты социального 
опыта, о того, насколько адекватно выпускник школы воспринимает социальные и профессиональные требова-
ния к его образу действия, а также от некоторых индивидуальных характеристик личности - коммуникабельно-
сти, оптимизма, волевых качеств. 
Анализ литературы, наблюдения, беседы позволяют выделить объективные и субъективные трудности, с ко-
торыми приходится сталкиваться учащимся в течение обучения в среднем специальном учебном заведении. 
Под объективными мы понимаем трудности, которые определяются внешней средой и условиями учебного 
заведения, на которые студенты не могут оказывать непосредственного влияния. Субъективные трудности при-
сущи индивидуально каждому учащемуся, и он может преодолеть их сам, на основе своих ценностных ориен-
таций, целевых установок и жизненного опыта. 
Кроме того, трудности могут быть объединены в три группы: дидактические, социально-психологические, 
профессиональные. 
Дидактические трудности связаны с преодолением новизны в процессе обучения: приспособлением к новым 
формам преподавания, контроля и усвоения знаний; недостаточно развитыми навыками самостоятельной рабо-
ты; большой объем самостоятельной работы. 
Социально-психологические трудности связаны с вхождением индивида в новую среду, условия жизни, ок-
ружение людей, нормы поведения в студенческом коллективе, непривычный режим деятельности, отсутствие 
хорошо налаженных межличностных отношений в группе, на курсе; новизна незнакомого города и особенности 
самостоятельной жизни в отрыве от семьи (для приезжих), необходимость самостоятельного ведения бюджета 
и преодоление возможных материальных трудностей, необходимость самообслуживания, необходимость ра-
ционально использовать и распределять время работы и отдыха. 
Профессиональные трудности связаны с приобретением профессии и специальности: неумение видеть про-
фессиональную направленность самого процесса обучения; непонимание необходимости учиться и работать во 
время практик; непонимание необходимости воспитывать в себе профессиональные навыки; непонимание не-
обходимости работать над развитием своих собственных профессионально важных личностных качеств и спо-
собностей; непонимание необходимости совмещать учебную, спортивную, научную и исследовательскую, об-
щественную деятельность; непонимание того, что процесс формирования будущего специалиста начинается с 
самого первого дня обучения в учебном заведении. 
Определяя причины, затрудняющие процесс адаптации, нельзя забывать об индивидуальности (психологи-
ческих особенностях) учащегося, проявляющихся при переходе в новое образовательное учреждение; а также о 
смене картины мира - «части образовательной среды». 
Важно учитывать обусловленность того, как живет человек, что он осознает, т.е. избирает из мира, в кото-
ром живет. Для человека мир формируется при участии других людей (родителей, сверстников, педагогов), и 
сам образ жизни оказывается зависимым от того, как мир открывается в своем предметном содержании. 
Проблема профессиональной адаптации - это не всегда просто физиологический процесс приспособления 
организма к новой (образовательной) среде, а часто проблема смены образа мира и образа жизни (принятие 
профессиональной роли, появление профессиональной направленности). Учащийся живет в своем мире, осно-
ванием которого является соответствующая ему система ценностно-смысловых образований. При смене образа 
жизни происходит не просто адаптация (приспособление) к новым условиям жизнедеятельности, но и пере-
стройка всего того, что составляет мир личности и обеспечивает его временные координаты, чувство его (мира) 
реальности и действительности для учащегося. Нет, следовательно, простого приспособления к новому миру, 
есть порождение реальности в результате формирования новой системы смыслов и ценностей. Бывшее соответ-






адаптации может быть понят как перестройка образа жизни и мира, и выраженного тем более объективировано, 
чем более различаются между собой формирующие и развивающие параметры (образовательных) сред. 
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Современный период развития цивилизации характеризуется переходом от индустриального общества к 
обществу информационному. Информация признается все более значимым видом общественных ресурсов, тре-
бующим, как и любая другая ценность, принятия соответствующих мер защиты от неправомерных действий. 
Все более актуальной становится проблема обеспечения информационной безопасности как одной из состав-
ляющих национальной безопасности Республики Беларусь. 
Основными мерами обеспечения информационной безопасности выступают правовые средства, составной 
частью которых являются уголовно-правовые меры, направленные на противодействие наиболее опасным по-
сягательствам на информационные общественные отношения. Признание социальной ценности информации 
определяет необходимость комплексного уголовно-правового подхода к ее защите. 
Важнейшей проблемой уголовно-правовых мер обеспечения информационной безопасности является про-
блема защиты информации от неправомерного доступа. Наличие данной проблемы заключается в том, что за-
щите от неправомерного доступа подлежит наиболее ценная охраняемая законом информация, а также в том, 
что неправомерный доступ к охраняемой законом информации влечет, как правило, значительные общественно 
опасные последствия, в частности, нарушение ее конфиденциальности, целостности и доступности. 
Неправомерный доступ к охраняемой законом информации привлекал внимание многих исследователей, в 
частности таких как: Ю.М. Батурин, Н.Н. Безруков, СВ. Бородин, Т.А. Бушуева, В.В. Вехов, А.Г. Волеводз, 
A.M. Жодзишский, И.А. Кпепицкий, B.C. Комиссаров, В.В. Крылов, В.Д. Курушин, В.А. Мазуров, В.А. Мина-
ев, С.А. Пашин, Н.С. Полевой, СВ. Полубинская, А.Н. Попов, К.С. Скоромников, Н.Г. Шурухнов и другие. 
Большинство данных исследований носят преимущественно криминалистическую или криминологическую 
направленность. 
Возникновение понятия «информационная безопасность» будет правильным соотносить с пониманием ин-
формации как важного ресурса экономического и социально-политического потенциала общества и государст-
ва. В белорусском законодательстве предусмотрен достаточно обширный конгломерат норм, направленных на 
защиту конфиденциальной информации, информационных ресурсов, информации, составляющей государст-
венную и иную тайну. Среди них как государственные правовые акты (кодексы, законы, указы, постановления), 
так и ведомственные документы (приказы, руководства, положения, инструкции). Информационная безопас-
ность структурно выглядит как сложная, но гармонично взаимодействующая, система организационных, тех-
нологических, технических, правовых мероприятий, осуществляемых государственными, общественными ор-
ганизациями, коммерческими структурами, ведомствами и отдельными гражданами с использованием методов 
и способов, не противоречащих действующему законодательству. Объектом защиты является секретная, кон-
фиденциальная информация в ее целостном, то есть неискаженном, виде, а также информация специального 
назначения, предназначенная для решения задач в той или иной предметной или ведомственной области. 
Доступ к информации по закону есть условие национальной безопасности. Не государственной, в конкрет-
ном смысле этого слова, а именно национальной безопасности. В этом случае, подход к проблеме предусматри-
вает интересы не только государства, но всего общества как единого организма с нормальными системами ин-
формационного обращения. Отечественные и зарубежные издания и средства массовой информации последних 
лет наводнены различными понятиями, обозначающими те или иные новые проявления криминального харак-
тера в информационной области. Постепенно на наших глазах возникла информационная индустрия, чья само-
стоятельность и перспектива развития целиком и полностью зависели от точного регулирования правоотноше-
ний, возникающих при формировании и использовании информационных ресурсов. "Информационная револю-
ция" застигла страну в сложный экологический и политический период и потребовала срочного регулирования 
возникающих на ее пути проблем. Между тем, как известно, правовые механизмы могут быть включены и ста-
новятся эффективными лишь тогда, когда общественные отношения, подлежащие регулированию, в достаточ-
ной мере стабилизировались. 
Литература 
1. Тихомирова, JI.B. Юридическая энциклопедия / JI.В. Тихомирова, М.Ю. Тихомиров. - М . , 1997. 
2. Ярочкин, В.И. Информационная безопасность / В.И. Ярочкин. - М.: Междунар. отношения, 2000. 
3. Северин, В.А. Правовое обеспечение информационной безопасности предприятия / В.А. Северин. - . М : Городец, 
2000. 
4. Юзвишин, И.И. Основы информациологии. Изд-е 2 / И.И. Юзвишин. — М.: Международное изд-во «Информациоло-
гия», «Высшая школа», 2000. 
5. Вехов, В.Б. Компьютерные преступления / В.Б. Вехов. — М.,1996. 
5 
По
ле
сГ
У
