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Abstrak. Teknologi informasi semakin meningkat dalam dunia telekomunikasi, sehingga 
menghadirkan beberapa produk teknologi yang dapat digunakan seperti monitoring trafik jaringan 
untuk mengetahui apakah jaringan berjalan normal atau sedang mengalami masalah. Wireshark adalah 
program untuk menganalisa protokol jaringan yang dapat merekam semua paket yang lewat dan 
menampilkan data secara detail, data yang akan dianalisis yaitu suatu website untuk mengetahui 
tranmisi data apa saja yang terjadi delay, packet loss dan troughput. Pada penelitian ini dapat dilihat 
hasilnya yaitu Hasil delay terbesar pada saat mengakses alamat web www.youtube.com, dengan hasil 
delay sebesar 0.8353 sec. sedangkan untuk hasil delay terkecil pada saat mengakses alamat web 
www.kompas.com, dengan hasil delay sebesar 0.08086, serta untuk mengakses situs tersebut 
menggunakan browser google chrome. Hasil packet loss pada saat mengakses alamat web 
www.youtube.com dan www.kompas.com  adalah 0% yang artinya tidak terajadinya paket hilang atau 
rusak pada saat pengiriman packet data menuju alamat yang akan dituju. Hasil troughput terbesar 
yaitu pada saat mengakses alamat web www.kompas.com, dengan hasil troughput yaitu 7.353 kbps. 
Sedangkan untuk hasil troughput terkecil pada saat mengkases alamat web www.youtube.com, dengan 
hasil troughput yaitu 5.092 kbps. Semakin besar nilai troughput yang dihasilkan saat mengakses 
alamat web maka penundaan waktu yang dihasilkan semakin kecil, begitu juga sebaliknya. 
 
Kata kunci : kinerja trafik web, Wireshark network  protocol analyser, Client/Server 
  
1. Pendahuluan 
Semakin pesatnya perkembangan teknologi informasi saat ini dalam dunia telekomunikasi, sehingga 
menghadirkan beberapa produk teknologi yang dapat digunakan seperti monitoring trafik jaringan 
untuk mengetahui apakah jaringan berjalan normal atau sedang mengalami masalah pada suatu 
perusahaan atau instansi tersebut, trafik jaringan yang sering dideteksi yaitu sebuah website [1]. 
Website yaitu suatu kumpulan beberapa file yang terdapat pada sebuah komputer yang terhubung 
dengan internet, dengan terhubung melalui internet maka pengguna dapat mendapatkan informasi 
yang diperlukan, hubungan antara pengguna dan website yang terdapat pada suatu komputer 
perusahaan atau instansi biasa dikatan dengan hubungan client dan sever [2]. 
Model client/server merupakan sebuah arsitektur, dimana client sebagai perangkat yang akan 
menerima serta menjalankan software komputer, sedangkan server sebagai perangkat penyedia 
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melalui intenet atau komputasi awan. Suatu perangkat yang terhubung dengan internet, untuk meminta 
sebuah informasi. Sehingga client mulai terhubung dengan server tersebut untuk meminta sebuah 
informasi yang dibutuhkan, Interaksi tersebut juga  berhubungan dengan sistem jaringan internet yang 
disebut juga request dan reply, dimana request berarti client meminta suatu informasi kepada server 
dan reply berarti proses pengiriman atau respon dari server kepada client, sehingga menunjukan 
bahwa server telah menerima permintaan webpage dari client [3]. Wireshark adalah program untuk 
menganalisa protokol jaringan yang dapat merekam semua paket yang lewat dan menampilkan data 
secara detail, wireshark utamanya untuk administrasi jaringan dalam melacak jaringan pada suatu 
perusahaan atau instansi, sehingga dapat memastikan jaringan tersebut bekerja dengan baik atau dapat 
melacak apa saja yang terjadi pada sautu jaringan tersebut [4].  
Oleh karena itu penelitian ini menggunakan software wireshark network protocol analyzer untuk 
memonitoring trafik jaringan internet, agar dapat mengetahui ip address, protokol serta informasi 
didalam paket data yang melewati lalulintas jaringan internet tersebut, tujuan peneliti menggunakan 
wireshark yaitu untuk memudahkan dalam menganalisis paket data dalam lalulintas jaringan internet 
pada web browser.  
2. Metode Penelitian 
Metode penelitian adalah salah satu proses dalam menemukan permasalahan melalui studi dan analisa 
pada faktor-faktor yang digunakan, dalam melakukan penelitian juga harus mengikuti aturan-aturan 
yang telah ditentukan sehingga penelitian tersebut dapat dipertanggungjawabkan sacara ilmiah [5]. 
 
2.1. Model Client/Server  
Pada client/server terdapat aturan yang harus diketahui, dimana client ialah perangkat yang meminta 
informasi atau data kepada server, serta server akan merespon dengan mengirimkan satu atau lebih 
aliran data menuju client, didalam jaringan komputer terdapat 7 (tujuh) lapisan dan client/server 
sendiri terdapat pada lapisan ketujuh yaitu lapisan aplikasi [6]. 
Hubungan antara client dan server dapat dipaparkan sebagai proses request dan reply, dimana 
request berarti permintaan informasi melalui client menuju server, sedangkan reply berarti proses 
server telah menerima permintaan web page dan akan merespon permintaan tersebut kepada client. 
Sangat dibutuhkan waktu tunggu yang digunakan pada saat transmitter sebelum mentransmisikan 
frame-I berikutnya. Frame yang telah ditransmisikan sebelumnya telah diterima oleh receiver dengan 
menggunakan persamaan berikut ini :   
 
 
Sangat singkatnya waktu dalam memproses sebuah frame-I ( ) dan frame ACK ( ) 
dibandingkan dengan waktu pentransmisiannya, dikarenakan suatu frame ACK tidak terlalu panjang 
jika dibandingkan dengan frame-I sehingga ( ) dan ( ) dapat diabaikan, sehingga untuk  
mentransmisikan total waktu menggunakan persamaan berikut ini : 
 
 
untuk mendapatkan waktu pentransmisian frame ( ) menggunakan persamaan berikut ini : 
 
Dimana : 
N : jumlah bit didalam frame = Avg. Packet size (byte) 
R : bit rate (bps) 
 
2.2. Software Wireshark 
Wireshark Network Protocol Analyzer adalah suatu aplikasi perangkat lunak yang digunakan untuk 
merekam semua paket yang berlalu lalang didalam jaringan serta menampilkan semua informasi 
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melacak apa saja yang terjadi didalam jaringan yang dikelolanya atau untuk memastikan jaringan 








Penundaan waktu suatu paket atau biasa yang disebut dengan delay, disebabkan oleh keterlambatan 
proses transmisi dari satu titik menuju titik lain yang akan menjadi tujuannya [8], [9]. Dalam 




Dimana :   
Delay (sec) Tx = delay transmisi yang dikirim oleh client menuju server  
Time between first and last packet = waktu paket yang dikirim oleh server menuju client 
Jumlah paket = jumlah paket data yang di filter  
 
untuk mencari delay paket yang diterima dari server menuju client dapat menggunakan 




Dimana :  
Total delay  = jumlah keseluruhan dari delay 1, 2, 3……n 
Jumlah total paket = jumlah paket data yang di filter  
 
2.4 Packet Loss 
Packet Loss dapat didefinisikan sebagai kegagalan transmisi paket data mencapai tujuannya [8]. 
Kegagalan paket tersebut dapat disebabkan oleh beberapa kemungkinan seperti, terjadinya overload 
trafik didalam jaringan, terjadinya congestion dalam jaringan, atau error yang terjadi pada media fisik. 




Dimana :  
Packet_transmited  = jumlah paket yang dikirim dari client menuju web server 
Packet_received = jumlah paket yang diterima oleh client dari web server  
 
2.5 Troughput 
Troughput merupakan besaran yang menampilkan seberapa cepat bit informasi data pada suatu 




Dimana :  
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3. Hasil Dan Pembahasan 
Hasil dan pembahasan  adalah salah satu proses dalam menghasilkan nilai dari faktor-faktor dan 
mengikuti aturan-aturan yang telah ditentukan. 
 
3.1. Analisis Perhitungan Delay 
Delay dapat diasumsikan dengan penundaan waktu paket tiba ke dalam sistem komputer client atau 
host hingga selesai ditransmisikan. Delay dapat ditransmisikan dengan rumus ( ) dengan 
membutuhkan waktu pengirim yang akan mengirimkan suatu paket atau frame. Pengujian parameter 
menggunakan web browser google chrome. Menggunakan media perangkat untuk menganalisis 
jaringan internet menggunakan modem router ADSL IndiHome dari Telkom. Pada pengujian yang 
akan dilakukan dalam menghitung delay menggunakan 2 (dua) sampel web yang dilakukan pengujian 
untuk mendapatkan hasil yang diinginkan. 
Melakukan uji coba pertama pada server (www.youtube.com) serta banyak paket yang di teliti 
berjumlah 16 frame yang diteliti hanya sebatas dns, dengan nilai average packet size 28.904, dengan 
bit rate yaitu 147.187 bit/detik. Berdasarkan persamaan 3 (tiga) nilai  untuk 16 paket ialah : 
 
 = average packet size (byte) / bit rate (R) bps 
 = 28.904 x 8 / 276.784 
 = 0.8354 detik 
 
Melakukan uji coba kedua pada server (www.kompas.com) serta banyak paket yang diteliti 
berjumlah 272 frame yang diteliti hanya sebatas dns, dengan nilai average packet size 16.254, dengan 
bit rate yaitu 119.524 bit/detik. Berdasarkan persamaan 3 (tiga) nilai   untuk 272 paket ialah : 
 
 = average packet size (byte) / bit rate (R) bps 
 = 16.254 x 8 / 1607.845 
 = 0.08087 detik 
 
Menghitung delay menggunakan software wireshark pada server pertama (www.youtube.com) 
dengan jumlah paket yang difilter = 16, waktu penerimaan paket (time between first and last packet) = 
13.366 detik, rata-rata jumlah paket yang diterima (Avg.packet/sec) = 16/13.366 = 1.197 paket/detik 
dan rata-rata ukuran per paket = 28.904 byte. Dapat di lihat jumlah paket dan ukuran perpaket data 
terakhir, menghasilkan bit rate transfer data sebagai berikut. Bit rate = 1.197 x 28.904 x 8 bit/detik = 
276.784. dilanjutkan dengan menggunakan persamaan 4, dapat dilihat delay pengiriman perpaket : 
 









Gambar 1. Capture data software wireshark www.youtube.com 
 
Menghitung delay menggunakan software wireshark pada server kedua (www.kompas.com) 
dengan jumlah paket yang difilter = 272, waktu penerimaan paket (time between first and last packet) 
= 21.996 detik, rata-rata jumlah paket yang diterima (Avg.packet/sec) = 272/21.996 = 12.365 
paket/detik dan rata-rata ukuran per paket = 16.254 byte. Dapat di lihat jumlah paket dan ukuran 
perpaket data terakhir, menghasilkan bit rate transfer data sebagai berikut. Bit rate = 12.365 x 16.254 x 
8 bit/detik = 1607.845 dilanjutkan dengan menggunakan persamaan 4, dapat dilihat delay pengiriman 
perpaket : 
 
Delay (sec) = 21.996/272 = 0.08086 
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3.2. Analisis Perhitungan Packet Loss 
Packet Loss dapat diartikan sebagai bentuk kegagalan pentransmisian paket pada alamat yang akan 
dituju. Oleh sebab itu terjadi kehilangan atau lost data pada saat terjadi pengiriman paket.Disebabkan 
oleh sejumlah faktor yang mencakup penurunan signal dalam media jaringan. Sehingga membatasi 
paket yang transit dan paket tersebut menjadi korup, sering juga biasa terjadi kesalahan pada hardware 
jaringan. Beberapa Network Transport Protocol seperti TCP menyediakan pengiriman paket yang 
dapat dipercaya. Sehingga untuk mendapatkan packet loss dilakukan pengujian terhadap alamat 
website dengan menggunakan software wireshark. 
Menghitung packet loss dengan menggunakan alamat web www.youtube.com  
 
 
= (16 – 16 / 16) x 100% 
 
= 0 % 
 
Menghitung packet loss dengan menggunakan alamat web www.kompas.com  
 
 
= (272 – 272 / 272) x 100% 
 
= 0 % 
 
Berdasarkan perhitungan dari persamaan diatas untuk alamat www.youtube.com dan 
www.kompas.com, paket yang dikirim dan diterima dari client menuju server menghasilkan jumlah 
packet loss sebesar 0%. Serta paket tidak ada yang mengalami kerusakan atau hilang disaat paket data 
dikirimkan ataupun diterima. Sering terjadinya packet loss atau paket hilang yaitu disaat request 
ataupun receive data pada saat jaringan kurang memungkinkan atau terjadi kepadatan trafik pada 
jaringan, bisa juga disebabkan kesalahan pada saat pemasangan hardware dan paling penting dapat 
kehilangan paket dikarenakan keterbatasan bandwidth pada jaringan internet saat melakukan transmisi 
data. Pada saat terjadi request atau receive maka protokol TCP tidak akan melanjutkan pengiriman 
packet data menuju alamat yang dituju, TCP akan mengririmkan packet data menuju alamat yang 
dituju jika packet data sudah benar-benar atuh atau kompleks. 
 
3.3. Analisis Perhitungan Troughput 
Troughput dapat diartikan yaitu suatu kinerja jaringan yang terukur atau bisa dikatakan juga 
kemampuan yang sebenarnya suatu jaringan pada saat melakukan pengiriman data per satuan waktu. 
Dapat dilihat brikut ini persamaan untuk menghitung troughput terhadap alamat website. 
Menghitung Troughput dengan menggunakan alamat web www.youtube.com 
 
 
   = 147.187 / 28.904 
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Menghitung Troughput dengan menggunakan alamat web www.kompas.com 
 
 
     = 119.524 / 16. 254 
 
     = 7.353 kbps 
4. Kesimpulan 
Adapun kesimpulan yang dapat diambil dari penelitian ini yaitu sebagai berikut : 
1. Hasil delay terbesar yaitu pada saat mengakses alamat web www.youtube.com, dengan hasil 
delay sebesar 0.8353 sec. sedangkan untuk hasil delay terkecil pada saat mengakses alamat web 
www.kompas.com, dengan hasil delay sebesar 0.08086, serta untuk mengakses situs tersebut 
menggunakan browser google chrome. 
2. Hasil packet loss pada saat mengakses alamat web www.youtube.com dan www.kompas.com  
adalah 0% yang artinya tidak terajadinya paket hilang atau rusak pada saat pengiriman packet 
data menuju alamat yang akan dituju. 
3. Hasil troughput terbesar yaitu pada saat mengakses alamat web www.kompas.com, dengan hasil 
troughput yaitu 7.353 kbps. Sedangkan untuk hasil troughput terkecil pada saat mengkases 
alamat web www.youtube.com, dengan hasil troughput yaitu 5.092 kbps. Dimana semakin besar 
nilai troughput yang dihasilkan saat mengakses alamat web maka penundaan waktu yang 
dihasilkan semakin kecil, namun sebaliknya jika semakin kecil nilai troughput yang dihasilkan 
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