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Abstract 
Financial SIMDA is an application for help regional government to manage their 
regional financial. With this application, regional government can manage regional 
fiancial such as budgets, administration, accounting, and reports. The aims of this study 
were to evaluate the implementation of SIMDA in financial of DPPKD North Halmahera. 
This study will measure the implementation of SIMDA. This study use Framework STOPE 
(Strategy, technology, organization, people, environment) with 5 domain and 15 sub 
domain. The result of data analysis showed that DPPKAD North Halmahera is on rank 4 
(ready). Domain people and environment have the highest point and domain technology 
has the lowest point. DPPKAD (Dinas Pendapatan Pengelolaan Keuangan dan Aset 
Daerah) North Halmahera must increase the technology that support SIMDA. 
 
Keyword - Information System, SIMDA, STOPE. 
 
Abstrak 
SIMDA keuangan adalah suatu program aplikasi yang ditujukan untuk membantu 
Pemerintah Daerah dalam pengelolaan keuangan daerahnya. Dengan aplikasi ini, 
pemerintah Daerah dapat melaksanakan pengelolaan keuangan daerah secara terintegrasi, 
dimulai dari penganggaran, penatausahaan hingga akuntansi dan pelaporannya. Penelitian 
ini bertujuan untuk mengevaluasi penerapan SIMDA dalam proses pengelolaan keuangan 
secara menyeluruh di DPPKAD kabupaten Halmahera Utara. Penelitian ini dilakukan 
untuk mengukur sejauh mana keberhasilan dari penerapan SIMDA. Penelitian ini 
menggunakan Framework STOPE (Strategy, technology, organization, people, 
environment) dengan mengevaluasi 5 domain dan 15 sub domain. Dari hasil analisis 
menunjukan bahwa DPPKAD kabupaten Halmahera Utara ada pada peringkat 4 (siap) 
dari skala 5. Domain people dan environment memiliki nilai tertinggi sedangkan domain 
technology memiliki nilai terendah. Oleh karena itu DPPKAD (Dinas Pendapatan 
Pengelolaan Keuangan dan Aset Daerah) kabupaten Halmahera Utara harus lebih 
memperhatikan teknologi yang berhubungan dengan infrastruktur penunjang SIMDA. 
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Dalam rangka menunjang pelayanan yang akuntabel, transparan, dan 
responsif dalam penyelenggaraan pemerintahan maka pemerintah daerah dapat 
memanfaatkan kemajuan dan ketersediaan teknologi informasi, salah satu aplikasi 
yang mendukung pelayanan pemerintah adalah Sistem Informasi Manajemen 
daerah (SIMDA). Program aplikasi komputer SIMDA keuangan adalah suatu 
program aplikasi yang ditujukan untuk membantu Pemerintah Daerah dalam 
pengelolaan keuangan daerahnya. Dengan aplikasi ini, pemerintah daerah dapat 
melaksanakan pengelolaan keuangan daerah secara terintegrasi, dimulai dari 
penganggaran, penatausahaan hingga akuntansi dan pelaporannya. 
Agar dapat mengatur keuangan daerah yang cepat, tepat, dan akurat, 
Badan Pengawas Keuangan dan Pembangunan (BPKP) telah mengembangkan 
sistem aplikasi komputer yang dapat mengolah data transaksi keuangan menjadi 
laporan keuangan yang dapat dimanfaatkan setiap saat, yakni SIMDA sebuah 
sistem berbasis aplikasi teknologi yang dikembangkan untuk mendukung 
tercapainya akuntabilitas bagi pemerintah daerah baik ditingkat pelaporan SIMDA 
ataupun ditingkat akuntansi (SKPD). Aplikasi ini diharapkan dapat membantu 
pemerintah daerah dalam penyusunan perencanaan dan penganggaran, serta 
pelaksanaan dan penatausahaan APBD dan pertanggungjawaban APBD. 
Dalam penerapannya SIMDA telah diimplementasikan hampir diseluruh 
daerah di indonesia, salah satunya di dinas Keuangan dan Aset Daerah 
(DPPKAD) di kabupaten Halmahera utara, pemerintah daerah telah menggunakan 
SIMDA untuk mendukung kinerja dalam pemerintahan dan juga mendukung 
tujuan utama pemerintah untuk melayani masyakat.   
Dinas Pendapatan, Pengelolaan, Keuangan dan Aset Daerah (DPPKAD) 
kabupaten Halmahera Utara telah menerapkan SIMDA sebagai sistem informasi 
pengelolaan dan pelaporan keuangan daerah. Dalam penerapan SIMDA ini masih 
ditemukan beberapa permasalahan yaitu masih lemahnya sumber daya manusia 
dalam memahami aplikasi tersebut sehingga sangat rentan dalam masalah 
keamanan data. Selain itu juga masalah infrastruktur yang masih kurang memadai 
karena SIMDA merupakan sistem yang berbasis online sehingga membutuhkan 
akses internet dalam penerapanya. Karena sistem ini berbasis online maka sistem 
ini sangat rentan  
Mengingat pentinggnya keamanan informasi, maka kebijakan tentang 
kemanan informasi harus baik dan setidaknya harus mencakup beberapa prosedur 
seperti prosedur pengelolaan aset, prosedur pengelolaan sumber daya manusia, 
prosedur pengamanan fisik dan lingkungan, prosedur pengamannan logical 
security, proseredur pengamanan operasional teknologi informasi dan prosedur 
penanganan insiden dalam pengamanan informasi. Untuk itu diperlukan evaluasi 
keamanan sistem manajemen informasi untuk memastikan keamanan informasi 
diterapkan sesuai dengan prosedur.  
Untuk melakukan evaluasi ada beberapa Framework yang bisa di gunakan 
seperti COSO, ITIL, STOPE dan lain-lain. Tetapi dalam penelitian ini 
menggunakan Framework STOPE dikarnakan Framework STOPE 
menitikberatkan pada manajemen resiko keamanan informasi. Framework STOPE 
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adalah sebuah kerangka kerja komprehensif baru untuk manajemen risiko 
keamanan informasi yang terdiri dari 5 domain yaitu strategy, technology, 
organization, people dan environment yang mampu melakukan secara menyeluruh 
terhadap suatu sistem informasi. Salah satunya Information security risk 
management (ISRM) menjadi penting untuk membangun lingkungan yang aman 
bagi kegiatan pengguna sistem. Dalam penelitian ini difokuskan pada “Tata 
Kelola Sistem Informasi Menggunakan Metode Framework STOPE di 
SIMDA Kabupaten Halmahera Utara” dikarenakan Framework STOPE lebih 
berfokus pada sistem manajemen keamanan informasi dan lebih cocok di gunakan 
untuk melihat penerapan pada DPKKAD di kabupaten Halmahera Utara. 
Penelitian ini akan dilakukan untuk mengevaluasi penerapan SIMDA 
dalam proses pengelolaan keuangan secara menyeluruh di DPPKAD kabupaten 
Halmahera Utara. 
 
2. Tinjauan Pustaka 
Penelitian tentang Efektivitas SIMDA di kabupaten Gresik menunjukkan 
hasil yang cukup efektif sesuai dengan kriteria interval yang telah ditentukan. 
Hasil keseluruhan perhitungan mencakup indikator keamanan data yang 
dinyatakan cukup efektif artinya SIMDA sudah cukup efektif dalam 
mengoptimalkan pelaksanaan pengelolaan keuangan daerah di kabupaten Gresik 
[6].  
Penelitian tentang Evaluasi LPSE Pada kabupaten Lahat Menggunakan 
Framework STOPE. Penelitian membahas tentang bagaimana evaluasi Sistem 
Informasi LPSE untuk meningkatkan kinerja [7]. Melihat dari penelitian 
sebelumnya tentang LPSE pada kabupaten Lahat dengan menggunakan 
Framework STOPE dapat dijadikan kerangkan untuk melakukan evaluasi kinerja 
LPSE. Berbeda dengan penelitin sebelumnya, penelitian ini akan melakukan 
evaluasi secara menyeluruh proses penerapan SIMDA di DPPKAD kabupaten 
Halmahera Utara.  Pada penelitian SIMDA kabupaten Halmahera Utara ini 
Menggunakan Framework STOPE ini bertujuan untuk melakukan evaluasi 
keamanan sistem manajemen informasi untuk memastikan keamanan informasi 
diterapkan sesuai dengan prosedur.  
Keamanan Informasi atau Information Security adalah proteksi peralatan 
komputer, fasilitas, data, dan informasi, baik komputer maupun non-komputer 
dari penyalahgunaan oleh pihak-pihak yang tidak terotorisasi/ tidak berwenang. 
Keamanan informasi adalah suatu upaya untuk mengamankan aset informasi 
terhadap ancaman yang mungkin timbul. Sehingga keamanan informasi secara 
tidak langsung dapat menjamin kontinuitas bisnis, mengurangi resiko-resiko yang 
terjadi, mengoptimalkan pengembalian investasi (return on investment). Semakin 
banyak informasi perusahaan yang disimpan, dikelola dan di-sharing-kan maka 
semakin besar pula resiko terjadi kerusakan, kehilangan atau tereksposnya data ke 
pihak eksternal yang tidak diinginkan [1]. 
Tujuan Keamanan Informasi terbagi menjadi 3 yaitu kerahasiaan, 
ketersediaan, dan integritas. Kerahasiaan adalah dimana perusahaan berusaha 
untuk melindungi data dan informasinya dari pengungkapan kepada orang-orang 
yang tidak berwenang. Ketersediaan adalah dimana perusahaan menyediakan data 
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dan informasi yang tersedia untuk pihak-pihak yang memiliki wewenang untuk 
menggunakanannya. Sedangkan integritas adalah semua sistem informasi harus 
memberikan representasi akurat atas sistem fisik yang direpresentasikannya. 
Merupakan aktivitas untuk menjaga agar sumber daya informasi tetap 
aman. Manajemen tidak hanya diharapkan untuk menjaga sumber daya informasi 
aman, namun juga diharapkan untuk menjaga perusahaan tersebut agar tetap 
berfungsi setelah suatu bencana. Menurut sarno dan iffano (2009) mereka 
membagi menjadi 4 tahapan yaitu mengidentifikasi ancaman yang dapat 
menyerang sumber daya informasi perusahaan, mendefinisikan risiko yang dapat 
disebabkan oleh ancaman-ancaman tersebut, menentukan kebijakan keamanan 
informasi dan mengimplementasikan pengendalian untuk mengatasi risiko-risiko 
tersebut. 
Standar yang digunakan dalam manajemen keamanan informasi adalah 
ISO/IEC 27002. ISO/IEC 27002 dipilih karena standar ini sangat fleksibel 
dikembangkan karena sangat tergantung dari kebutuhan organisasi, tujuan 
organisasi, persyaratan keamanan, proses bisnis dan jumlah pegawai dan ukuran 
struktur organisasi. ISO/IEC 27002 merupakan dokumen standar Sistem 
Manajemen Keamanan Informasi (SMKI) atau Information Security Management 
System (ISMS) yang memberikan gambaran secara umum mengenai apa saja yang 
seharusnya dilakukan dalam usaha pengimplementasian konsep-konsep keamanan 
informasi pada sebuah organisasi 
Program aplikasi komputer SIMDA keuangan adalah suatu program 
aplikasi yang ditujukan untuk membantu Pemerintah Daerah dalam pengelolaan 
keuangan Daerahnya. Dengan aplikasi ini, pemerintah Daerah dapat 
melaksanakan pengelolaan keuangan Daerah secara terintegrasi, dimulai dari 
penganggaran, penatausahaan hingga akuntansi dan pelaporannya. [1]. 
 Mengevaluasi SIMDA keuangan adalah untuk menilai seberapa baik dan 
berhasilnnya Aplikasi tersebut dalam pembuatan Laporan Keuangan. BPKP sesuai 
dengan fungsinya sebagai internal auditor dan sebagai pengemban amanat 
pembina penyelenggara Sistem Pengendalian Intern Pemerintah (SPIP) sesuai PP 
Nomor 60 tahun 2008 mengembangkan SIMDA Keuangan dengan mengacu pada 
ketentuan perundang-undangan dan praktik pengelolaan Keuangan Pemerintah 
Daerah berdasarkan Permendagri 13 tentang Pedoman Pengelolaan Keuangan 
Daerah. SIMDA Keuangan merupakan suatu Sistem Informasi yang dibangun, 
dikembangkan dan digunakan untuk melakukan proses penyusunan Anggaran 
Pendapatan dan Belanja Daerah (APBD) berbasis kinerja [1]. 
Framework STOPE adalah sebuah kerangka kerja komprehensif baru 
untuk manajemen risiko keamanan informasi perusahaan. Framework STOPE 
memiliki 5 domain yaitu strategy, technology, organization, people dan 
environment. Domain strategy mengintegrasikan faktor-faktor yang berkaitan 
dengan “tujuan kedepan, komitmen dan rencana terhadap pengembangan dan 
pemanfaatan teknologi informasi”. Domain Technology mengintegrasikan faktor-
faktor yang berkaitan dengan “keadaan isu terkait dengan fasilitas teknologi 
informasi saat ini”. Empat isu yang dianggap terkait dengan domain ini adalah “IT 
Basic Infrastructure”, “IT e-services infrastructure”, “IT Provisioning”, dan “IT 
support”. Domain organization mengintegrasikan faktor-faktor yang berkaitan 
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dengan “keadaan isu terkait dengan regulasi dan manajemen teknologi informasi 
saat ini”. Tiga isu yang dianggap terkait dengan domain ini adalah “IT 
Regulation”, “IT Cooperation”, dan “IT Management”. Domain people 
mengintegrasikan faktor-faktor yang berkaitan dengan “keadaan isu terkait 
dengan pengguna dan keterampilan teknologi informasi saat ini”. Empat isu yang 
dianggap terkait dengan domain ini adalah “IT Awareness”, “IT Education and 
Training”, “IT Qualifications and Jobs”, dan “IT Performance and Satisfaction”. 
Domain environment mengintegrasikan faktor-faktor yang berkaitan dengan 
“keadaan saat ini isu-isu dasar bukan teknologi informasi yang mempengaruhi 
keadaan teknologi informasi saat ini”. Empat isu yang dianggap terkait dengan 
domain ini adalah “Knowledge”, “Resources and Economy”, “Management”, 
dan “Non-IT Infrastructure”. 
 
 
Gambar 1 STOPE Framework 
Dengan penggunaan tersebar luas dari e-transaksi dalam perusahaan, 
information security risk management (ISRM) menjadi penting untuk membangun 
lingkungan yang aman bagi kegiatan mereka. Tulisan ini berkaitan dengan 
menyajikan kerangka ISRM komprehensif yang memungkinkan pembentukan 
efektif target lingkungan yang aman. Kerangka kerja ini memiliki dua dimensi 
struktural dan dua dimensi prosedural. Dimensi struktural meliputi ISRM lingkup 
dan ISRM kriteria penilaian, sedangkan dimensi prosedural meliputi: ISRM 
proses dan ISRM alat penilaian. Kerangka kerja ini menggunakan domain STOPE  
tampilan untuk lingkup ISRM, sedangkan kriteria penilaian yang dianggap 
terbuka untuk berbagai standar. Untuk dimensi prosedural, kerangka 
menggunakan dikenal enam sigma DMAIC (define, measure, analyze, improve, 
dan control) siklus untuk proses ISRM dengan berbagai alat penilaian. Diharapkan 
bahwa kerangka tersebut akan banyak digunakan di masa depan sebagai referensi 
terbuka untuk ISRM [3]. Pada tahap Define, kan didefinisikan permasalahan 
secara akurat dan ringkas, mengidentifikasi pelanggan dan kebutuhan/permintaan 
mereka, serta menentukan skill (individu dan area) yang dibutuhkan untuk 
melakukan improvement. Selain itu, dilakukan juga pengukuran proyek, serta 
perencanaan finansial dan komunikasi. Fase kedua yaitu fase Measure merupakan 
6 
 
fase dimana proses diidentifikasi dan didokumentasikan. Langkah-langkah proses 
serta input dan output yang menyertainya diidentifikasi. Sistem pengukuran 
dikembangkan, divalidasi, dan ditingkatkan sesuat kebutuhan. Performa dasar 
dibuat dengan landasan data yang akurat dan terpercaya. Fase ketiga yaitu Analyze 
akan memberikan definisi mengenai input yang kritikal. Input memiliki hubungan 
yang kuat atas output. Input yang kritikal adalah faktor yang sangat penting yang 
akan mempengaruhi performa proses. Dengan mendefinisikan input, akan 
ditemukan juga akar permasalahan yang menyebabkan masalah pada proses. Fase 
keempat yaiu fase Improve akan memberikan gambaran mengenai solusi potensial 
untuk masalah pada proses. Solusi ini diidentifikasi dan dievaluasi, lalu proses 
akan dioptimasi. Fase kelima yaitu fase Control  adalah fase sustain, untuk 
memastikan improvement dan hasil yang telah dicapai akan bertahan lama. Tim 
akan mengembangkan SOP dan menetapkan kapabilitas proses. Pendanaan proyek 
akan diperbaharui, diverifikasi dan dilaporkan.  
Keamanan informasi adalah suatu upaya untuk mengamankan aset 
informasi terhadap ancaman yang mungkin  timbul. Sehingga keamanan informasi 
secara tidak langsung dapat menjamin kontinuitas bisnis, mengurangi resiko-
resiko yang terjadi, mengoptimalkan pengembalian investasi (return on 
investment). Semakin banyak informasi perusahaan yang disimpan, dikelola dan 
di-sharing-kan maka semakin besar pula resiko terjadi kerusakan, kehilangan atau 
tereksposnya data ke pihak eksternal yang tidak diinginkan [1]. Menurut ISO/IEC 
17799:2005 tentang information security management system bahwa keamanan 
informasi adalah upaya perlindungan dari berbagai macam ancaman untuk 
memastikan keberlanjutan bisnis, meminimalisir resiko bisnis, dan meningkatkan 
investasi dan peluang bisnis.  
 
3. Metode Penelitian 
Penelitian menggunakan metode penelitian mix method yang 
menggambukan pendekatan kualitatif dan pendekatan kuantitatif dalam 
Framework STOPE. Mix method adalah sebuah metodologi penelitian yang 
memberikan asumsi filosofis dalam menunjukkan arah atau memberi petunjuk 
cara pengumpulan data dan menganalisis data serta perpaduan pendekatan 
kuantitatif dan kualitatif melalui beberapa fase proses penelitian. Fenomena itu 
bisa berupa bentuk, aktivitas, karakteristik, perubahan, hubungan, kesamaan, dan 
perbedaan antara fenomena yang satu dengan fenomena lainnya [3]. Tujuan dari 
penelitian ini adalah mengungkap fakta, keadaan, fenomena, variabel dan keadaan 
yang terjadi saat penelitian berjalan dan menyuguhkan apa adanya. Penelitian 
dimulai dengan tahapan pengumpulan data yang terdiri dari persiapan dan 
observasi, wawancara dan kuesioner. Persiapan dan observasi merupakan 
observasi awal dilakukan untuk menggali seluruh   informasi yang  terkait  dengan  
permasalahan  yang  diteliti  dan  obyek  yang menjadi tujuan penelitian. Pada 
tahap persiapan dan observasi awal memberikan  dasar  bagi  arah  penelitian  
yang  dilakukan serta menjadi awal pemikiran setiap peneliti sehingga penelitian 
yang dilakukan dapat dijadikan acuan. Wawancara yang dilakukan kepada 
manajemen dan pengguna sistem informasi dilingkungan pemerintahan. 
Wawancara dilakukan dengan tujuan mendapatkan informasi dan meyakinkan 
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responden terhadap jawaban yang dipilihnya. Dalam penelitian ini peneliti 
melakukan wawancara mulai dari kepala dinas, kepala bagian, kepala sub-bagian 
dan pegawai yang berhubungan langsung dengan SIMDA. Kuesioner yang 
mencakup tentang manajemen organisasi, dan tata kelola teknologi informasi 
dengan menyebarkan kuesioner yang berupa pertanyaan-pertanyaan dari sub 
domain dan sub-sub sub domain berdasarkan dari kelima domain STOPE, kepada 
pengguna SIMDA kabupaten Halmahera Utara yang berhubungan langsung dalam 
proses penerapan SIMDA. Penyebaran kuisioner terhadap pegawai kantor dinas 
keuangan kabupaten Halmahera Utara yang berjumlah 20 orang, yang terdiri dari 
10 orang karyawan yang terlibat langsung dalam sistem SIMDA (yaitu 1 orang 
kepala dinas, 1 orang sekertaris, 4 kepala bidang, 8 orang kepala sub-bagian, 
admin 1 orang dan 4 bagian IT. 
Tahapan kedua analisa data yang dilakukan guna mengevaluasi keamanan 
SIMDA pada Dinas keuangan kabupaten Halmahera Utara menggunakan 
pendekatan lima domain STOPE yang terdiri dari Domain Strategy, tujuan proses 
ini untuk mengetahui tentang kebijakan pengelolaan TI dalam mendukung tujuan 
organisasi (Dinas keuangan kabupaten Halmahera Utara), Domain Technology, 
tujuan dari proses ini untuk memastikan apakah pengelolaan TI sebagai sarana  
pendukung sistem SIMDA, seperti perangkat keras, perangkat lunak, serta sistem 
keamanan jaringan dan data, sudah diterapkan  pada Dinas keuangan kabupaten 
Halmahera Utara, Domain Organization, tujuan dari proses ini memastikan 
standar kinerja dan indikator keberhasilan pegawai pada Dinas keuangan 
kabupaten Halmahera Utara dalam penerapan sistem SIMDA. Domain People, 
tujuan dari proses ini untuk mengetahui persentase kesiapan pegawai dalam 
penggunaan sistem SIMDA. Domain Environment, tujuan dari proses ini untuk 
mengetahui apakah terdapat masalah pokok dalam penerapan sistem SIMDA pada 
Dinas keuangan kabupaten Halmahera Utara. 
 
4. Hasil dan Pembahasan 
Berdasarkan perumusan masalah Framework STOPE yang digunakan pada 
penelitian ini menggunakan 5 domain untuk mengukur kesiapan DPPKAD 
kabupaten Halmahera Utara dalam penggunaan SIMDA. Melalui alat penelitian 
berupa kuisioner diklasifikasikan menjadi 15 pertanyaan, 3 pertanyaan di masing-
masing domain. Kuisioner ini didukung dengan wawancara kepada top 
management. Penilaian dan pemeringkatan dalam evaluasi sistem keaman 
informasi mengunakan Framework STOPE di SIMDA kabupaten Halmahera 
Utara. Nilai importance (pembobotan) dan measure (evaluasi) dilakukan dengan 
mengacu pada pemeringkatan skala 6 titik antara lain sebagai berikut : 
 
Tabel 1 Nilai importance (Pembobotan) 
Skala Keterangan B
obot 
Skala Pertama Proses tidak diimplementasikan atau gagal 
mencapai tujuan proses 
0 
Skala Kedua Proses implementasi berhasil mencapai tujuan 1 
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Skala Ketiga Proses telah dijalankan dan telah 
diimplementasikan dalam cara yang lebih 
teratur (direncanakan, dipantau, dan 
disesuaikan), dan hasilnya telah dikendalikan 
serta dijaga dengan baik. 
2 
Skala Keempat Proses telah diimplementasikan menggunakan 
proses tertentu yang telah ditetapkan serta 
mampu mencapai target yang diharapkan 
3 
Skala Kelima Proses telah dijalankan dalam batasan yang 
ditentukan untuk mencapai target proses yang 
diharapkan 
4 
Skala Keenam Proses terus ditingkatkan secara berkelanjutan 




Dari hasil analisis berdasarkan data dari kuisioner dan wawancara 
didapatkan hasil seperti pada tabel di bawah ini. 
 
Tabel 2 Hasil Pengukuran Tingkat Kematangan Proses Sistem Keamanan Informasi SIMDA 
Domain Ranking Presentasi 
Strategy 4.412698413 88.25396825 
Technology 4.285714286 85.71428571 
Organization 4.301587302 86.03174603 
People 4.428571429 88.57142857 
Environment 4.428571429 88.57142857 
   
 
Berdasarkan tabel 2 dapat dilihat bahwa hasil pengukuran dari setiap 
domain adalah sebagai berikut. Domain Strategy mendapat nilai 4.413 yang 
berarti DPPKAD kabupaten Halmahera Utara sudah siap menggunakan SIMDA 
dalam domain strategi. Hal ini dapat dilihat dari tabel diatas sudah dalam range 
siap. Melihat dari hasil kuisioner domain ini top management sudah 
memperhatikan tentang keamanan data dalam hal penggunaan SIMDA. Domain 
Technology  mendapat nilai 4.285 yang berarti DPPKAD kabupaten Halmahera 
Utara sudah siap menggunakan SIMDA dalam domain teknologi. Hal ini dapat 
dilihat dari tabel diatas dalam range siap. Permasalahan dalam domain ini adalah 
infrastruktur yang sudah tersedia belum menunjang penggunaan SIMDA 
dikarenakan perawatan dan pemeliharaan sistem yang belum optimal. Domain 
Organization mendapat nilai 4.301 yang berarti DPPKAD kabupaten Halmahera 
Utara sudah siap menggunakan SIMDA dalam domain organisasi. Hal ini dapat 
dilihat dari tabel diatas dalam range siap. Kesadaran pengguna terhadap peraturan 
penggunaan SIMDA sudah baik. Oleh karena itu dengan menggunakan SIMDA 
mempermudah pekerjaan. Domain People mendapat nilai 4.428 yang berarti 
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DPPKAD kabupaten Halmahera Utara sudah siap menggunakan SIMDA dalam 
domain people. Hal ini dapat dilihat dari tabel diatas dalam range siap. Secara 
garis besar SDM pada DPPKAD kabupaten Halmahera Utara sudah mencukupi 
tetapi SDM dalam bidang IT khsusnya dalam bidang keamanan sistem informasi 
masih kurang kompeten. Domain Environment mendapat nilai 4.428 yang berarti 
DPPKAD kabupaten Halmahera Utara sudah siap menggunakan SIMDA dalam 
domain environment. Hal ini dapat dilihat dari tabel diatas dalam range siap. 
Permasalahan pada domain ini adalah masih belum ada infrastruktur energy 
penunjang SIMDA seperti UPS atau genset.Pada gambar 4.1 menunjukan grafik 
radar nilai tingkat kematangan proses sistem keamanan informasi SIMDA dari 
masing-masing domain STOPE. 
  
Gambar 2 Grafik Radar Level Domain 
Dari gambar 2 diketahui bahwa masing-masing domain memiliki nilai di 
atas 4 yang berarti DPPKAD kabupaten Halmahera Utara sudah siap dalam 
menggunakan SIMDA. Domain people dan environment memiliki nilai tertinggi 
yaitu 4.428 sedangkan domain technology memiliki nilai terendah yaitu 4.285. 
Hal ini menunjukan bahwa DPPKAD kabupaten Halmahera Utara memiliki 
kelemahan pada domain technology sedangkan 4 domain lainya merupakan 
kekuatan dalam pengimplementasi SIMDA. Dari hasil analisis tentang sistem 
manajemen keamanan informasi mulai dari top management hingga bottom 
management sudah sadar akan pentingnya keamanan sistem informasi. Dalam 
mencapai tujuan keamanan sistem informasi dalam hal kerahasiaan cukup baik. 
Hal ini dapat dilihat pada domain strategi dimana top management sudah memiliki 
aturan tentang penggunaan SIMDA. Dalam hal ketersediaan sudah baik hal itu 
dapat dilihat dari ketersediaan informasi dapat diakses saat dibutuhkan oleh 
pengguna. Dalam hal integritas secara menyeluruh sudah baik. Dapat dilihat dari 
pembagian wewenang setiap pengguna SIMDA. Pembagian wewenang setiap 


















Berdasarkan hasil penelitian dan perhitungan yang dilakukan dengan 
menggunakan Framework STOPE, dapat disimpulkan bahwa DPPKAD 
kabupaten Halmahera Utara sudah siap dalam penggunaan SIMDA. Berdasarkan 
hasil penelitian pada masing-masing domain SIMDA sudah diterapkan dan sangat 
membantu dalam peningkatan kinerja dari DPPKAD. Dari hasil analisis dapat 
dilihat bahwa domain teknologi memiliki nilai terendah. Dari analisis dapat 
ditemukan bahwa infrastruktur sudah memadai tapi belum menunjang SIMDA 
secara maksimal dikarenakan pemeliharaan sistem yang masih kurang 
diperhatikan. DPPKAD kabupaten Halmahera Utara harus lebih memperhatikan 
tentang ketersediaan infrastruktur penunjang agar SIMDA bisa digunakan secara 
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