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Predmetno magistrsko diplomsko delo obravnava institut ocene učinka v zvezi z varstvom 
osebnih podatkov. Ocena učinka je proces prepoznave tveganj obdelave osebnih podatkov, na 
podlagi katerih upravljavec sprejme organizacijske in tehnične ukrepe za varstvo osebnih 
podatkov. K temu ga zavezuje tudi načelo odgovornosti, ki je temeljno vodilo upravljavcu 
glede skladnega delovanja ves čas postopka obdelave. Odgovoren odnos upravljavca do 
osebnih podatkov posameznikov, o katerih se obdelujejo podatki, je ključnega pomena za 
visoko raven varstva osebnih podatkov. Veliko povečanje količine in kakovost obdelave 
podatkov v digitalni dobi sta zahtevali sistemsko rešitev, ki bo zagotovila učinkovito varstvo 
pred zlorabami osebnih podatkov, kot so nepooblaščeni dostopi, množična razkritja in 
profiliranje. Aktualna ureditev varstva osebnih podatkov temelji na pristopu na podlagi 
tveganj. Zmanjševanje tveganj obdelave osebnih podatkov v digitalni dobi je izrednega 
pomena za visok standard varstva pravic posameznikov, katerih podatki se obdelujejo. 
Tveganja mora upravljavec analizirati v začetku priprav dejavnosti obdelave osebnih 
podatkov, kar je skladno s konceptom vgrajene zasebnosti. V okviru koncepta vgrajene 
zasebnosti so se oblikovala temeljna načela varstva osebnih podatkov, ki so se prelila tudi v 
aktualno zakonodajo. Osnovni elementi obravnavanih institutov se izrazijo v procesu izvedbe 
ocene učinka v zvezi z varstvom osebnih podatkov. Znotraj procesa ocene učinka upravljavec 
izbere in utemelji ustrezno pravno podlago za zbiranje osebnih podatkov, analizira tveganja in 
nato sprejme učinkovite ukrepe za skladno obdelavo osebnih podatkov s temeljnimi načeli 
varstva osebnih podatkov. Z izvedbo ocene učinka se krepijo pravice posameznikov, katerih 
osebni podatki se zbirajo. To je bil temeljni cilj nove ureditve, ki jo je prinesla Splošna uredba 
o varstvu osebnih podatkov. 
Ključne besede: GDPR, pravica do zasebnosti, načelo odgovornosti, upravljavec, pristop na 





The purpose of this master's thesis is to examine the institution of impact assessment 
regarding personal data protection. Impact assessment is the process of identifying risks in 
personal data processing, on the basis of which the controller adopts organizational and 
technical measures for the protection of personal data. The controller is also bound to this by 
the principle of accountability, which is a fundamental principle for compliance throughout 
the processing procedure. The controller's responsible attitude towards  personal data of  data 
subjects is crucial for ensuring a high level of personal data protection. A  great increase in 
quantity and quality of data processing in the digital age have required a systemic solution 
which will provide effective protection against personal data breach such as unauthorized 
access, mass disclosure and profiling. The current regulation adopts a risk-based approach to 
personal data protection.  In the digital age reducing the risks in personal data processing is of 
paramount importance when ensuring a high standard of protection of the rights of data 
subjects.  The risks must be analyzed by the controller at the beginning of pre-processing 
activities, which is in accordance with the concept of privacy by design. Under the concept of 
privacy by design, the fundamental principles of personal data protection have been 
formulated and also adopted by current legislation. The basic elements of the institutions 
under consideration are indicated in the impact assessment process regarding personal data 
protection. Within the impact assessment process, the controller selects and substantiates the 
appropriate legal basis for the collection of personal data, analyzes the risks, and then adopts 
effective measures to ensure compliance of personal data processing with the fundamental 
principles of personal data protection. Implementation of impact assessment strengthens the 
rights of data subjects. This has been the essential objective of the new regulation brought 
about by the General Data Protection Regulation. 
Key words: GDPR, right to privacy, accountability principle, controller, risk-based approach, 
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Mineva dobro leto odkar se je začela uporabljati Splošna uredba o varstvu osebnih podatkov,
1
 
splošno znane pod kratico GDPR, o kateri je bilo v zadnjem času slišati na vsakem koraku. 
Vsakomur je poznana kratica navedene uredbe, ampak ali poznamo vsi tudi njeno vsebino? 
Ali tisti, ki zbirajo naše podatke, poznajo svoje obveznosti?  
Splošna uredba je prinesla preskok v miselnosti in zavedanju ljudi, da so osebni podatki v 
informacijski družbi, ki je hkrati družba nadzora, zelo zaželena dobrina in je zelo pomembno 
v kakšne namene uporabljamo tehnologijo zbiranja podatkov.
2
 Od začetka digitalne družbe s 
spletnimi računi imajo organizacije, ki zbirajo podatke o uporabnikih, izredno moč, saj so 
podatki zelo dragocena dobrina in v moderni družbi predstavljajo bogastvo – identitetni 
kapital.
3
 Razpolaganje z osebnimi podatki mora ostati v domeni posameznikov, zato je bilo 
potrebno povečati varnost osebnih podatkov in odgovoriti na novodobne nevarnosti za 
človekovo dostojanstvo in osebnostne pravice. Nova ureditev varstva osebnih podatkov je 
prinesla širši nabor pravic posameznika, nove pristope k varstvu osebnih podatkov, strožja 
pravila za upravljavce osebnih podatkov, ki so podvrženi temeljnim načelom, katere zaokroža 
načelo odgovornosti, ki bo natančneje predstavljeno v tretjem poglavju te naloge. 
V letu uporabe Splošne uredbe o varstvo osebnih podatkov je Evropski odbor za varstvo 
podatkov objavil nekaj statističnih podatkov. Iz teh izhaja, da obstaja več kot 144.000 
poizvedb in pritožb, zabeleženih je več kot 89.000 kršitev varstva osebnih podatkov, od tega 
je 63% zaključenih, 37% pa še jih je v teku.
4
 Večina pritožb ni neposredno vplivala na 
odločitve zakonodajalcev v Evropi.
5
 Ti podatki nakazujejo boljšo ozaveščenost ljudi o 
pravnih sredstvih za zaščito osebnih podatkov. 
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 Uredba (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES (Splošna 
uredba o varstvu podatkov). 
2
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Splošna uredba o varstvu osebnih podatkov je vpeljala nove pravne obveznosti za 
upravljavce, ki zagotavljajo varnost podatkov pri obdelavi. Te obveznosti so predvsem 
preventivni oziroma proaktivni ukrepi, ki so ključnega pomena za skladnost in zmožnost 
dokazovanja skladnosti obdelave z zahtevami nove ureditve.  
1.1  STRUKTURA 
V svoji magistrski nalogi želim preko novega načela in novih pristopov k zaščiti osebnih 
podatkov prikazati, kako pomemben institut je ocena učinkov v zvezi z varstvom osebnih 
podatkov. Najprej bom opredelil naravo varstva osebnih podatkov kot človekovo pravico. 
Nato bom natančneje opisal pomen temeljnega načela odgovornosti, zavezance, ki se morajo 
za zagotovitev čim višje zaščite pravic posameznikov, katerih podatki se zbirajo, ravnati po 
tem načelu. GDPR v evropski prostor uvaja pristop varstva osebnih podatkov na podlagi 
tveganja (risk based approach), kar bom opisal v četrtem poglavju naloge. Nadalje bom 
predstavil koncept vgrajene zasebnosti, ki predstavlja temelj zmanjševanja tveganja in 
odgovorne obdelave upravljavcev osebnih podatkov.  
GDPR za prilagoditev ukrepov za zagotavljanje ustreznega varstva stopnji tveganja v primeru 
velikega tveganja predvideva institut, kateremu bom namenjen osrednji del naloge. To je 
ocena učinkov na varstvo osebnih podatkov (DPIA),
6
 ki je po mojem mnenju, 
najpomembnejši institut odgovornega odnosa do obdelave osebnih podatkov. Ocena učinkov 
predstavlja enega ključnih orodij za ravnanje upravljavca v skladu z načelom odgovornosti. 
Predstavil ga bom kot temeljni proces za odgovorno delovanje upravljavcev osebnih 
podatkov, katerega rezultat je t. i. revizijski dokument
7
. Ocena učinkov se nanaša na 
utemeljitev potrebnosti in nujnosti (tudi zaradi utemeljitve pravne podlage) ter opredelitve 
ocene tveganja. V primeru, da se ugotovi, da kljub izvedbi ocene učinkov obstaja veliko 
tveganje za kršitve varstva pravic posameznikov, se v postopek in pripravo dokumenta vključi 
tudi informacijski pooblaščenec, ki ga bom predstavil proti koncu. Prikazana bo tudi 
njegova pristojnost za izrekanje kazni, za katero bo s sprejetjem Predloga zakona o varstvu 
osebnih podatkov (ZVOP-2) dobil pravno podlago. 
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 Angl.: Data Protection Impact Assessment  
7
 Gre za končno poročilo, ki služi upravljavcu kot dokaz, da je v skladu z načelom odgovornosti naredil vse za 
skladnost ravnanja s temeljnimi načeli Splošne uredbe o varstvu osebnih podatkov. 
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1.2  CILJI, HIPOTEZE IN METODOLOGIJA  
Cilj magistrskega diplomskega dela je ugotoviti in prikazati, kako pomemben in uporaben je 
institut ocene učinkov. Le ob njeni izvedbi upravljavec identificira, analizira in nato sprejme 
ustrezne ukrepe za zmanjševanje tveganj obdelave osebnih podatkov, do katerih v moderni 
digitalizirani družbi lahko pride skoraj na vsakem koraku.  
Ob pisanju magistrskega diplomskega dela želim preveriti hipotezo, da je za zakonito 
obdelavo osebnih podatkov ključna pravočasna prepoznava sistemskih tveganj. Ocena učinka 
v zvezi z varstvom osebnih podatkov (DPIA) je temeljno orodje upravljavcev za ustrezno 
zmanjševanje tveganj, ki jih povzroča obdelava osebnih podatkov. 
Naslednjo hipotezo, ki jo preverjam tekom magistrskega dela je, ali preventivno ravnanje 
upravljavca vzpostavlja zaupanje med njim in posamezniki, katerih osebni podatki se zbirajo. 
Ob tem pa želim preveriti ali Splošna uredba o varstvu osebnih podatkov daje upravljavcu na 
voljo ustrezne mehanizme za odgovorno ravnanje z osebnimi podatki. 
Pri izdelavi dela sem uporabil različne metode raziskovanja. Z zgodovinsko in primerjalno 
metodo sem predstavil razvoj in poglede na pravico do zasebnosti. Nato sem z deskriptivno 
metodo, znotraj katere je prevladovala metoda deskripcije, natančno opisal posamezne 
institute varstva osebnih podatkov, ki upravljavcu omogočajo skladno obdelavo s Splošno 
uredbo o varstvu osebnih podatkov. Ob tem sem si pomagal s slovensko in tujo literaturo 
(znanstvene monografije, zborniki, članki, mnenja, smernice) ter z aktualnimi zakonskimi 
predpisi. V zaključku dela sem uporabil metodo sinteze s katero sem povzel zaključna 




2 VARSTVO OSEBNIH PODATKOV KOT TEMELJNA 
ČLOVEKOVA PRAVICA 
Vsaka demokratična in moderna družba vsebuje v temeljnih pravnih aktih o človekovih 
pravicah in svoboščinah tudi pravico do zasebnosti in varstvo osebnih podatkov. Mednarodni 
pravni akti, kot sta na primer Evropska konvencija o varstvu človekovih pravic
8
 in Splošna 
deklaracija o človekovih pravicah,
9
 zagotavljajo pravici do zasebnosti, ki je v globaliziranem 
svetu med najbolj ogroženimi, visoko varstvo. Iz tega sledi, da je le-ta vsebovana v ustavi 
sleherne države, saj je pomemben gradnik za posameznikovo avtonomijo, človekovo 
dostojanstvo in druge človekove pravice in temeljne svoboščine.  
Z napredkom na področju informacijskih tehnologij sta zasebnost in varstvo osebnih 
podatkov postala eden od najpomembnejših izzivov moderne dobe.
10
 Največji izziv je ta, da 
se kot posamezniki ne zavedamo, kako ogrožena je naša pravica do zasebnosti. Množica 
podatkov, ki so nenehno v pretoku, so pomemben vir za države in podjetja. Iz njih črpajo 
informacije o naših navadah in oblikujejo profile.
11
 Prepogosto se dogaja, da o zbiranju 
oziroma spremljanju naših osebnih podatkov nismo obveščeni, niti nimamo možnosti 
povprašati, kateri podatki se zbirajo. Skladno z GPDR mora biti obdelava osebnih podatkov 
oblikovana tako, da služi ljudem.
12
 Iz tega sledi tudi, da pravica do varstva osebnih podatkov 
ni absolutna, temveč jo je treba v skladu z načelom sorazmernosti tehtati skupaj z drugimi 
temeljnimi človekovimi pravicami. 
Ob preučevanju pojma zasebnosti naletimo na zagato, kako sploh opredeliti zasebnost. 
Koncept zasebnosti se je skozi zgodovino spreminjal in je tudi sedaj težko opredeljiv, saj je 
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 Glej 12. člen Konvencije o varstvu človekovih pravic in temeljnih svoboščin; dostopno na: 
https://www.coe.int/en/web/conventions/full-list/-/conventions/treaty/005 (20.8.2019). 
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 Glej 8. člen Splošne deklaracije o človekovih pravicah; https://www.un.org/en/universal-declaration-human-
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 European Union Agency for Network and Information Security (ENISA): Privacy and Data Protection by 




 »Oblikovanje profilov je vsaka avtomatizirana obdelava osebnih podatkov, ki vključuje uporabo osebnih 
podatkov za ocenjevanje osebnih vidikov v zvezi s posameznikom, zlasti za analizo ali predvidevanje uspešnosti 
pri delu, ekonomskega položaja, zdravja, osebnega okusa, interesov, zanesljivosti, vedenja, lokacije ali gibanja 
posameznika. Pomaga pri odločanju v bankah, zavarovalnicah, zdravstvu, davčnih postopkih, zavarovalništvu, v 
marketingu, pri oglaševanju itd. Avtomatizirano odločanje povečuje učinkovitost, varčevanje z resursi, povečuje 
prihranke, omogoča posamezniku prilagojeno oglaševanje itd.«, Mojca Prelesnik, Informacijska pooblaščenka; 
https://www.infocenter.si/kaj-je-profiliranje/ (20.8.2019). 
12
 Glej 4. uvodno določbo GDPR. 
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dojemanje samega pojma zasebnosti v različnih družbah zelo različno. Njegove definicije se 
tako razlikujejo glede na okolje in kontekst. V ZDA pravico do zasebnosti razumejo kot 
izražanje posameznikove osebnosti, avtonomijo, zmožnost nadzora nad informacijami o sebi 
ter t. i. temeljne komponente zasebnosti, ki naj bi bile skrivnost, anonimnost in možnost 
umika v osamo.
13
 V določenih državah se je koncept zasebnosti zlil z varstvom osebnih 
podatkov, tako da zasebnost razlagajo v smislu nadzora in upravljanja z osebnimi 
informacijami. Pravica do zasebnosti ni trdno definiran pojem, predstavlja pa temelj 
človekovega dostojanstva, svobode govora in drugih temeljnih človekovih pravic. V sodobni 
informacijski družbi je ena najpomembnejših, hkrati pa najbolj ogroženih človekovih pravic.
14
 
Koncept zasebnosti lahko razdelimo na naslednje vidike: 
● informacijska zasebnost, ki se navezuje na pravila o obdelavi osebnih podatkov, kot so 
informacije o finančnem stanju ali podatki o zdravstvenem stanju; 
● telesna zasebnost, ki obsega zaščito posameznikov proti invazivnim postopkom, ki 
zadevajo njegovo fizično telo (genski testi, preiskave ustne votline, testi telesnih 
tekočin); 
● komunikacijska zasebnost, ki zajema varnost in zasebnost pošiljanja navadne in e-
pošte, telefoniranja ter drugih oblik osebne komunikacije;  
● prostorska zasebnost, ki ščiti posameznika pred nezakonitim opazovanjem v njegovih 
prostorih (domačih in službenih).
15
 
Osrednji del naloge predstavlja informacijska zasebnost, katere bistvo je želja posameznika, 
da obdrži svoje osebne podatke pri sebi in jih ne deli z drugimi. To je tudi najpomembnejša 
sestavina definicije varstva osebnih podatkov.
16
 
V slovenskem pravnem redu Ustava Republike Slovenije (v nadaljevanju URS) zagotavlja 
nedotakljivost človekove telesne in duševne celovitosti, njegove zasebnosti ter osebnostnih 
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 Wacks, Raymond: Zasebnost: zelo kratek uvod, Krtina, 2018, str. 49-51. 
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pravic, med katere uvrščamo pravico do varstva osebnih podatkov.
17
 Konkretnejše varstvo 
osebnih podatkov predstavlja 38. člen URS, v katerem je prepovedana uporaba osebnih 
podatkov v nasprotju z namenom zbiranja. Nadalje ustava napotuje na Zakon o varstvu 
osebnih podatkov, ki je sistemski zakon na tem področju. Trenutno je v teku postopek 
sprejemanja ZVOP-2
18
, ki prinaša konkretnejšo definicijo pravice do varstva osebnih 
podatkov. V njem je v 4. členu določeno, da ima vsak posameznik pravico do varstva svojih 
osebnih podatkov, da se varuje njegova zasebnost, dostojanstvo in podatkovna 
samoodločba.
19
   
Skladno z zgoraj navedeno opredelitvijo je potrebno izhajati iz človeka, ki je upravičenec 
oziroma nosilec pravice varstva osebnih podatkov, ter mu omogočiti de facto izvrševanje te 
pravice. Predlog ZVOP-2 je skladen z evropsko ureditvijo varstva osebni podatkov, katere 
namen je individualni pristop, tako da se spoštuje osebnost in dostojanstvo posameznika. 
Slovenija se je odločila za obdelovalni model, saj so pravila določena za urejanje dopustne 
obdelave, ki se lahko izjemoma omeji z zakonom. V skladu s tem modelom, je ustavno 
dopustno obdelovati le tiste vrste osebnih podatkov, ki so nujno potrebni za uresničitev jasno 
določenega namena.
20
 Načelo, da je prepovedano je vse, kar ni z zakonom izrecno 
dovoljeno
21
 velja za državne organe, ki posegajo v človekove pravice in svoboščine. Ni pa 
uporabno v primeru zasebnih upravljavcev, zato nova ureditev varstva osebnih podatkov 
predvideva obveznosti, ki jih morajo upravljavci implementirati v svoje delovanje. Kot 
osnovo za skladno delovanje GDPR predvideva načelo odgovornosti, ki ga bom predstavil v 
naslednjem poglavju. 
  
                                                          
17
 Glej 35. člen URS. 
18
 Predlog zakona o varstvu osebnih podatkov ZVOP-2. 
19
 Glej 4. člen Predloga zakona o varstvu osebnih podatkov ZVOP-2. 
20
 Pirc Musar, N., Bien, S., Bogataj, J., Prelesnik, M., in Žaucer, A.: Zakon o varstvu osebnih podatkov s 
komentarjem, Ljubljana, GV Založba, 2006,  str 19-20. 
21
 Odločba US, št. U-I-25/95, 27. 11. 1997; Uradni list RS, št. 5/98 in OdlUS VI, 158. 
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3 NAČELO ODGOVORNOSTI KOT TEMELJNO VODILO 
UPRAVLJAVCU 
Mednarodno pravo s področja varstva osebnih podatkov, politika ravnanja z osebnimi podatki 
in upravljavci osebnih podatkov sledijo trendu samoregulacije. Upravljavci so tisti, ki morajo 
organizirati obdelavo osebnih podatkov tako, da zagotovijo varstvo osebnih podatkov skladno 
z GDPR. Zakonodajalci posledično zahtevajo od upravljavcev odgovornost pri obdelavi 
osebnih podatkov. Temu je, skladno s smernicami Delovne skupine 29. člena Direktive 
95/46/ES glede odgovornosti, sledil tudi evropski zakonodajalec. Razumevanje načela 
odgovornosti je v skladu z GDPR postalo temeljno vodilo upravljavcem pri obdelavi osebnih 
podatkov. Usmerjanje upravljavcev v varstvo osebnih podatkov na podlagi meril, določenih v 
zakonu in po zgledu utečenih praks, je ključno za določitev ustreznih in učinkoviti ukrepov za 
varstvo pravic posameznikov, katerih osebni podatki se zbirajo.22  
3.1. NAČELO ODGOVORNOSTI 
Splošna uredba o varstvu podatkov je uzakonila načelo odgovornosti, ki pomeni eno večjih 
sprememb na področju varstva osebnih podatkov v Evropi in kontinentalnem pravnem 
sistemu. Ta koncept odgovornosti upravljavcev je široko sprejet po vsem svetu, še posebej v 
anglosaških pravnih sistemih.
23
 Organizacijska odgovornost upravljavca dobiva svojo mesto v 
vse večjem številu zakonodaj. To se kaže v uzakonjenih obveznostih upravljavca in njegovem 




Na podlagi načela odgovornosti je upravljavec zavezan k proaktivnemu ravnanju in je dolžan 
sprejeti tehnične ter organizacijske ukrepe za največjo varnost osebnih podatkov. GDPR od 
njega zahteva, da deluje skladno s temeljnimi načeli, ter da je le-to sposoben dokazati 
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  The Centre for Information Policy Leadership, “Accountability: A Compendium for Stakeholders,” March 




 Bellamy, Bojana: “The Rise of Accountability from Policy to Practice and Into the Clouds”, IAPP 
Perspectives, December 2014, str. 1; dostopno na: https://iapp.org/news/a/the-rise-of-accountability-from-policy-
to-practice-and-into-the-cloud/ (15.10.2019). 
24
 Centre for Information Policy Leadership at Hunton & Williams LLP, Protecting Privacy in a World of Big 
Data, Paper 1, The Role of Enhanced Accountability in Creating a Sustainable Data-driven Economy and 





nadzornim organom in posameznikom, katerih osebne podatke zbira. Mehanizmi, ki 
upravljavcu omogočajo ravnanje, ki je skladno z načelom odgovornosti, so določeni že v 
GDPR, natančneje pa jih lahko v danem okviru določijo zakonodajalci posameznih držav.
25
 




● Upravljavec je odgovoren za skladno ravnanje in spoštovanje zahtev, ki jih določa 
GDPR. 
● Upravljavec mora biti sposoben dokazati skladnost z GDPR. 
Oba elementa načela odgovornosti sta enako pomembna. Prvi element se osredotoča na samo 
ravnanje upravljavca, drugi element pa na razmerje z nadzornimi organi in posamezniki, 
katerih osebni podatki se obdelujejo. Konkretneje se zahteve po skladnosti izražajo skozi 
določbe o pogojih za zakonito soglasje,
27
 obdelavo, ki ne omogoča identifikacije
28
 in splošno 
obveznost sprejetja ustreznih tehničnih in organizacijskih ukrepov za zagotovitev skladnosti. 
Načelo odgovornosti se skozi posamezne obveznosti manifestira čez celotno uredbo.
29
 
Colin Bennett razlikuje tri vrste odgovornosti: odgovornost politike, odgovornost postopkov 
in odgovornost prakse. V skladu s prvima dvema mora biti na voljo ustrezna dokumentacija, 
kot je opredelitev politike zasebnosti in obstoječi notranji mehanizmi in postopki (npr.: ocena 
učinka na varstvo osebnih podatkov, postopek pritožbe, usposabljanje zaposlenih, imenovanje 
pooblaščenca za varstvo osebnih podatkov). Tretja odgovornost je zahtevnejša, saj so 




Premik k večji samoregulaciji upravljavca pomeni višanje etičnih standardov v zvezi z 
obdelavo osebnih podatkov in močnejša prizadevanja k odgovornemu ravnanju z zbranimi 
                                                          
25
 DLA Piper, EU general data protection regulation – key changes, str. 1; dostopno na: 
https://www.dlapiper.com/en/portugal/focus/eu-data-protection-regulation/key-changes/ (23.9.2019). 
26
 Člen 5 (2) GDPR se glasi: „Upravljavec je odgovoren za skladnost z odstavkom 1 in je to skladnost tudi 
zmožen dokazati („odgovornost“)].“ 
27
 Glej 7. člen GDPR. 
28
 Glej 11. in 12. člen GDPR. 
29
 Van Alsenoy, Brendan: Liability under EU Data Protection Law: From Directive 95/46 to the General Data 
Protection Regulation; 7 (2017) JIPITEC 271 para 1.; dostopno na: https://www.jipitec.eu/issues/jipitec-7-3-
2016/4506 (29.8.2019). 
30
 Bennett, Colin J.: Managing privacy through accountability, chapter The Accountability Approach to Privacy 
and Data Protection: Assumptions and Caveats, Palgrave Macmillan, 2012, strani 33–35. 
15 
 
podatki.. To pomeni predvsem, da se podatki  transparentno obdelujejo v skladu z namenom 
zbiranja in se jih ustrezno varuje. Obenem je potrebno vse korake, ki jih upravljavec naredi za 
zaščito osebnih podatkov ustrezno beležiti.
31
 Orodji dobre prakse, ki jih britanski 
informacijski pooblaščenec (ICO)
32
 izpostavlja že dlje časa so vgrajena zasebnost in ocena 
učinkov na varstvo osebnih podatkov, ki bosta podrobneje predstavljeni v 5. in 6. poglavju 
naloge. Ta dva ukrepa sta določena v GDPR in predstavljata formalno obveznost 
upravljavca.
33
 Med temeljne mehanizme, s katerimi se še udejanja in zagotavlja načelo 
odgovornosti sodijo naslednje obveznosti:
34
 
● vgrajeno in privzeto varstvo osebnih podatkov,35 
● zahteve glede uporabe obdelovalcev,36 
● evidenca dejavnosti obdelave oz. »katalogi«,37 
● ukrepi za varnost osebnih podatkov,38 
● obveščanje o kršitvah varstva osebnih podatkov,39 
● ocena učinkov v zvezi z varstvom osebnih podatkov,40 
● predhodno posvetovanje,41 
● pooblaščene osebe za varstvo osebnih podatkov.42 
Navedeni mehanizmi so določeni v GDPR ter, ob izpolnjenih pogojih, predstavljajo formalno 
obveznost upravljavcu. Razlikujejo se v določenih elementih, vsem pa jim je skupno to, da so 
predvideni za udejanjanje načela odgovornosti. Posamezni mehanizmi bodo podrobneje 
predstavljeni v nadaljevanju. 
 
 
                                                          
31
 Le Cat, Sebastian: GDPR Top Ten #2: Accountability principle; What do organisations need to do to show 
accountability for their data processing activities?, str. 1; dostopno na: 
https://www2.deloitte.com/ch/en/pages/risk/articles/gdpr-accountability-principle.html (29.8.2019). 
32
 Angl.: Information Commissioner's Office 
33
 Information Commissioner's Office, Accountability and governance, str.1; dostopno na: https://ico.org.uk/for-
organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/accountability-and-
governance/  (30.8.2019). 
34
 Informacijski pooblaščenec, Smernice o oceni učinkov, 2017 str. 31 dostopno na: https://www.ip-
rs.si/fileadmin/user_upload/Smernice_o_ocenah_ucinka__DPIA__nov2017.pdf (29.8.2019). 
35
 Glej 25. člen GDPR. 
36
 Glej 28. člen GDPR. 
37
 Glej 30. člen GDPR. 
38
 Glej 32. člen GDPR. 
39
 Glej 33. in 34. člen GDPR. 
40
 Glej 35. člen GDPR. 
41
 Glej 36. člen GDPR. 
42
 Glej 37., 38. in 39. člen GDPR. 
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Praktični pristop k uresničevanju načela odgovornosti je upravljavčev prvi korak, da naredi 




● Za kakšen namen se zbirajo osebni podatki posameznikov? 
● Na kakšen način je upravljavec pridobil osebne podatke? 
● Kako dolgo jih bo hranil? 
● Kako varna je obdelava ter katere ukrepe bo potrebno sprejeti za višjo varnost? 
● Ali bo upravljavec osebne podatke delil s tretjimi osebami44 in na kakšni podlagi 
lahko to stori? 
Ko si upravljavec odgovori na navedena vprašanja, preide na naslednji korak izpolnjevanja 
zahtev GDPR. Upravljavec mora pri obdelavi osebnih podatkov dokumentirati in dokazovati 
korake, iz katerih je razvidno, da ravna v skladu z načeli varstva osebnih podatkov. GDPR 
nato sledi standardom na področju informacijske varnosti, kjer velja, da je treba varnostne 
ukrepe prilagoditi glede na raven tveganja. Ta se običajno ocenjujejo kot kombinacija 
verjetnosti in resnosti posledic nezaželenega dogodka, do katerega lahko pride. Pristop na 
podlagi tveganja bom natančneje orisal v naslednjem poglavju.  
Načelo odgovornosti nalaga upravljavcem izkazovanje potrebne skrbnosti pri obdelavi, ki 
povzroča tveganje. Upravljavec se samostojno odloči, katere ukrepe bo sprejel in 
implementiral v svoje delovanje. Organizacijske ukrepe mora prilagoditi glede na tehnologijo, 
stroške izvajanja, okoliščin in namenov obdelave ter tveganja za pravice in svoboščine 
posameznikov. To mu ne zagotavlja le boljšega položaja za dokazovanje skladnosti, temveč 
tudi konkurenčno prednost. Načelo odgovornosti je dober temelj za to, da se upravljavec 
pokaže in izkaže, kako spoštuje zasebnost ljudi in njihove podatke. Hkrati se na ta način 
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 Data Protection Commission (Ireland); Accountability obligation, str. 1; dostopo na: 
https://www.dataprotection.ie/en/organisations/know-your-obligations/accountability-obligation (30.8.2019). 
44
 Tretja oseba je lahko fizična ali pravna oseba, javni organ, agencija ali telo, ki ni posameznik, na katerega se 
nanašajo osebni podatki, upravljavec, obdelovalec in osebe, ki so pooblaščene za obdelavo osebnih podatkov 
pod neposrednim vodstvom upravljavca ali obdelovalca. 
45





3.2. ZAVEZANCI NAČELA ODGOVORNOSTI 
3.2.1. UPRAVLJAVEC 
Splošna uredba opredeljuje upravljavca osebnih podatkov kot fizično ali pravno osebo, javni 
organ, agencijo ali drugo telo, ki samo ali skupaj z drugimi določa namene in sredstva 
obdelave. Kadar namene in sredstva obdelave določa pravo Unije ali pravo države članice, se 






 ki določa, za katere namene in na kakšen način se osebni podatki 
obdelujejo. Njegova glavna naloga je na zakonit način pridobiti osebne podatke in jih skladno 
z aktualno ureditvijo obdelovati. Voditi mora ustrezno evidenco obdelave in izkazovati 
ustrezno varstvo človekovih pravic in temeljnih svoboščin posameznika. Pri vodenju 
ustreznih evidenc, izvedbi ocene učinkov na varstvo osebnih podatkov in sprejemanju 
ustreznih ukrepov za zmanjšanje tveganj obdelave je upravljavcu v pomoč predviden 
pooblaščenec za varstvo osebnih podatkov.
48
 Skupaj z njim bo upravljavec bolj strokovno 
prilagodil svoj program skladnosti na podlagi tveganj obdelave. Zmanjšanje verjetnosti 
nastanka škode za posameznika je cilj, ki ga je upravljavec dolžan zasledovati. Dejanski 
nadzor, koraki skladnosti in preverjanja bodo intenzivnejši v zvezi z obdelavo, ki ustvarja 
tveganja ali velika tveganja za temeljne pravice posameznikov. To pomeni tudi, da se dejanski 
programi skladnosti z zasebnostjo lahko med posameznimi upravljavci razlikujejo glede na 
različne stopnje tveganja, povezane z njihovo obdelavo.
49
  
Kadar dva ali več upravljavcev skupaj določata namene in načine obdelave, govorimo o t. i. 
skupnih upravljavcih, ki morata skupaj odločati o svojih odgovornostih za skladnost z 
različnimi obveznostmi iz GDPR. Upravljavec podatkov lahko prenese dejansko obdelavo 
osebnih podatkov na obdelovalca, vendar pa nikoli ne more prenesti odgovornosti za skladno 
obdelavo osebnih podatkov z določili GDPR.
50
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 Glej 7. točko 4. člena GDPR. 
47
 Lahko gre za gospodarsko družbo, društvo ali državni organ. 
48
 Angl.: Data Protection Officer ali DPO 
49
 CIPL, The Role of Enhanced Accountability in Creating a Sustainable Data-Driven Economy and Information 








V GDPR je obdelovalec opredeljen kot fizična ali pravna oseba, javni organ, agencija ali 
drugo telo, ki obdeluje osebne podatke v imenu upravljavca.
51
 Obdelovalci so torej tiste 
organizacije oziroma posamezniki, ki po naročilu za določenega upravljavca osebnih 
podatkov v skladu z njegovimi zahtevami, obdelujejo osebne podatke posameznikov za 
določen projekt oziroma namen.
52
 
Obdelovalec osebnih podatkov nikoli ni del organizacije upravljavca, ampak je vedno od 
upravljavca ločen subjekt. Upravljavec ga je v času obdelave dolžan nadzirati, saj je on tisti, 
ki je odgovoren za skladno obdelavo osebnih podatkov z določili GDPR. Obdelovalec je 
odškodninsko odgovoren za skladno izvajanje pogodbe, ki jo sklene z upravljavcem. Ta 
pogodba mora vsebovati vse, kar je potrebno za to, da je razvidno čigave in katere podatke, za 
kakšen namen in koliko časa bo obdelovalec obdeloval v imenu upravljavca. Obdelovalec 
lahko osebne podatke obdeluje zgolj po dokumentiranih navodilih upravljavca, saj se le tako 
ohranja sledljivost navodil, po katerih je dolžan delovati. Dokumentirana navodila so 
pomembna za izpolnjevanje obveznosti, ki od obdelovalca zahtevajo se zahtevajo omogočanje 
izvajanja revizij ter pregledov skladnosti obdelave in skrb za varstvo osebnih podatkov.
 53
 Za 
obdelovalca veljajo enake omejitve kot za upravljavca, pri čemer nanj upravljavec ne more 
prenesti več pravic, kot jih ima sam. Obdelovalec je zavezan sodelovati z nadzornimi organi, 
voditi evidenco dejavnosti obdelave in ne sme angažirati podobdelovalcev, ne da bi za to 
predhodno pridobil pisno dovoljenje upravljavca. Za kršitve je obdelovalec, poleg 
odškodninski odgovornosti, podvržen tudi globam nadzornega organa.
54
 
Odgovornost pomeni zagotoviti in biti sposoben izkazati skladnost obdelave osebnih 
podatkov z načeli zasebnosti in varstva podatkov (ali zakonskih zahtev). Za to so potrebne 
jasno določene odgovornosti, notranja in zunanja revizija ter nadzor nad vsemi obdelavami 
podatkov. V organizacijah, kjer so imenovani pooblaščenci za varstvo podatkov, so ti 
pristojni za izvajanje notranjih revizij in obravnavanje pritožb. Načelo odgovornosti zahteva 
                                                                                                                                                                                     
»upravljavec« in »obdelovalec«, Bruselj, str. 7-9: dostopno na: https://ec.europa.eu/justice/article-
29/documentation/opinion-recommendation/files/2010/wp169_en.pdf (30.9,2019) 
51
 Glej 8. točko 4. člena GDPR. 
52
 Informacijski pooblaščenec: Smernice o (pogodbeni) obdelavi osebnih podatkov), 2018, str. 6; dostopno na: 
https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_o_pogodbeni_obdelavi_web.pdf (8.9.2019) 
53
 Glej 28. člen GDPR. 
54
 Delovna skupina za varstvo osebnih podatkov iz 29. člena Direktive 95/46/ES: Mnenje 1/2010 o pojmih 




od upravljavcev in obdelovalcev nove obveznosti, ki jih morajo vpeljati v svoje delovne 
procese. Upravljavci so osebne podatke dolžni pridobiti in jih obdelovati na zakonit način. Ob 
tem pa je potrebno sprejeti ukrepe za zmanjševanje tveganj, ki jih prinaša obdelava podatkov. 
V naslednjem poglavju bo analiziran pristop na podlagi tveganj ter ukrepi, ki jih v zvezi s tem 
sprejme upravljavec. 
4 PRISTOP NA PODLAGI TVEGANJA V ZVEZI Z VARSTVOM 
OSEBNIH PODATKOV 
Gellert je zapisal, da je pravo varstva osebnih podatkov v prvi vrsti pravni okvir za 
uravnavanje tveganj, ki izhajajo iz uvajanja informacijskih in komunikacijskih tehnologij v 
družbo.
 55
 Tako imenovani „pristop, ki temelji na tveganju“ ni nov koncept, vendar je z GDPR 
postal pomembnejši in se izraža v obveznostih upravljavca. 
Pristop temelji na konceptu, da so ukrepi za zaščito zasebnosti, ki jih izvajajo upravljavci 
podatkov, sorazmerni s stopnjo tveganj. Tveganja se analizirajo v postopku izdelave ocene 
učinkov na varstvo osebnih podatkov. Za zagotovitev skladnosti med postopki varstva 
podatkov in uveljavljanjem v državah članicah EU, je ključno sodelovanje nadzornih organov 
EU za varstvo podatkov pri določanju meril izdelave ocene učinka. Zgledi dobre prakse so že 




Na mednarodni ravni se na področju varstva osebnih podatkov že dlje časa uveljavlja pristop 
na podlagi tveganj. Upravljanje potencialnih tveganj je temeljni gradnik odgovornega 
preventivnega varstva osebnih podatkov. Kot že omenjeno, je upravljavcem prepuščeno, 
kakšno metodologijo bodo izbrali, in GDPR glede tega dopušča veliko mero fleksibilnosti. 
Slabost proste izbire upravljavcev je zagotovo ta, da ni enotne prakse. Nadzorni organi morajo 
zato od primera do primera ocenjevati skladnost ravnanja upravljavca. Pogosto so ti postopki 
upravljanja tveganj nestrukturirani, kar pa pomeni večjo nevarnost za pravice posameznika. 
Ob tem je potrebno izpostaviti tudi neenotnost stroke pri opredelitvi škode posameznika 
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 Ilik, Seda: The Shift Towards a “Risk-Based Approach” with GDPR: Critical Assessment of its Advantages 
and Disadvantages: 2018, str. 1; dostopno na: https://turkishlawblog.com/read/article/36/%22#_ftn13%22 
(25.9.2019). 
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oziroma negativnih vplivov, ki jih z upravljanjem tveganj želimo prepoznati in ublažiti. 
Temeljno izhodišče za učinkovito oceno tveganj je poenotena opredelitev tega, kaj predstavlja 
škodo za posameznika. To je izziv za evropsko zakonodajo, da bi vpeljala učinkovit sistem, 
ter s tem ustrezne postopke in orodja, da bi varstvo osebnih podatkov ob hitrem tehnološkem 
napredku bilo še na višji ravni.
57
  
Pomembno je razlikovanje med dvema različnima koncepta tveganja. Prvi koncept učinkuje 
kot predpogoj za uporabo določil GDPR. Praktično deluje kot merilo za prilagajanje 
obveznosti upravljavcev. Drugi koncept pa se osredotoča le na zaščito najbolj tveganih 
dejavnosti obdelave. Tu lahko nastane problem, saj je upravljavec pri tem osredotočen le na 
tvegano obdelavo, čeprav do kršitev lahko pride tudi pri manj tvegani obdelavi. Posledično je 




4.1  SPLOŠNA OPREDELITEV TVEGANJA 
Razumevanje pojma tveganja je ključnega pomena za pravilno izvedbo obveznosti, ki sledijo 
pristopu na podlagi tveganja. Med različnimi opredelitvami je tveganje definirano kot 
možnost prihodnjega dogodka, ki bo verjetno imel neželene in negativne posledice.
59
 
Upravljavcu omogoča preventivno seznanitev z morebitnimi škodljivimi posledicami, ki bi jih 
določen neželen dogodek v prihodnosti lahko imel. Na podlagi tega lahko tveganja analizira 
in ima nadzor nad njimi, ter jih učinkovito izniči oziroma kolikor je mogoče zmanjša. 
Konkretne definicije tega, kaj je tveganje v zvezi z varstvom osebnih podatkov Splošna 
uredba ne daje. To lahko izpeljemo iz določenih členov in uvodnih določb, ter smernic, ki jih 
je objavila Delovna skupina za varstvo osebnih podatkov iz 29. člena Direktive 95/46/ES. Iz 
teh smernic sledi naslednja splošna definicija:  
„Tveganje“ je scenarij, ki opisuje dogodek in njegove posledice ter je ocenjen glede na 
resnost in verjetnost. „Obvladovanje tveganj“ pa je mogoče opredeliti kot usklajene 
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dejavnosti upravljavca za zmanjševanje tveganj obdelave in nadzor nad njo.
60
 
Smernice Informacijskega pooblaščenca o oceni učinkov upravljavca usmerjajo pri njegovem 
ugotavljanju ravni tveganja. Ta predstavlja zmnožek oziroma vsoto VERJETNOSTI, da se bo 
tveganje uresničilo, in RESNOSTI/TEŽE posledic, ki jih bo imela uresničitev tega tveganja.
61
 
Iz tega sledi, da višja kot je verjetnost nastanka kršitve ter hkrati težje kot so posledice, višja 
bo raven tveganja za pravice posameznika, katerega osebni podatki se obdelujejo.  
Za ocene tveganj obstajajo različne metodologije prepoznavanja tveganj. Izbira metodologije 
je prepuščena upravljavcu, prav tako tudi izbira ukrepa za zagotovitev informacijske 
varnosti.
62
 Informacijski pooblaščenec priporoča, da se ocena tveganj izvede po temeljnih 
načelih varstva osebnih podatkov, ki bodo natančneje predstavljena v 7.3 poglavju te naloge. 
4.2  VELIKO TVEGANJE 
Raven tveganja je treba opredeliti na podlagi objektivne ocene, s katero se ugotovi, ali 
obdelava podatkov lahko pomeni veliko tveganje za pravice in svoboščine posameznika, na 
katerega se nanašajo osebni podatki. Do velikega tveganja lahko pride zaradi narave, obsega, 
konteksta in namenov obdelave.
63
  
Centre for Information Policy Leadership (CIPL)
64
 je objavil več raziskav, ki se ukvarjajo s 
tveganji na področju varstva osebnih podatkov. Raziskava iz leta 2016 je med drugim 
vsebovala merila in značilnosti, po katerih lahko pri obdelavi osebnih podatkov ugotovimo 
veliko tveganje. Najpogostejši indikatorji velikega tveganja so obseg obdelave osebnih 
podatkov in število posameznikov, katerih osebnih podatki se zbirajo, še posebej, če gre za 
posebno vrsto osebnih podatkov (zdravstveni, finančni, biometrični, osebni podatki otrok). 
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63
 Centre for Information Policy Leadership: Risk, High Risk, Risk Assessments and Data Protection Impact 




 CIPL je svetovni svetovalni center za zasebnost in varnost s sedežem v Washingtonu, Bruslju in Londonu. 
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Kompleksnejši indikator velikega tveganja je obseg in vpliv materialne in nematerialne škode 
za posameznike. Dokazovanje obeh omenjenih škod je zelo zahtevno. 
65
 
GDPR v tretjem odstavku 35. člena določa nekatere primere obdelave, v katerih obstaja 
verjetnost velikega tveganja. To je zlasti avtomatizirana obdelava, vključno z oblikovanjem 
profilov, ki ima pravne učinke na posameznika.
66
 Veliko tveganje obstaja tudi pri uporabi 
novih tehnologij, obsežnih obdelavah občutljivih osebnih podatkov
67
 in pri sistematičnem 
spremljanju javno dostopnih območij. 
Delovna skupina za varstvo podatkov iz 29. člena Direktive 95/46/ES je natančneje opredelila 
in objavila seznam dejavnosti obdelave, za katere velja, da predstavljajo veliko tveganje za 
pravice in svoboščine posameznikov. Ta seznam nikakor ni izčrpen in je le smernica, za 
katero obdelavo se izrecno zahteva izvedba ocene učinkov. Na podlagi te ocene mora 
upravljavec sprejeti zaščitne ukrepe za zmanjšanje tveganj in tako zagotavljati varstvo 
osebnih podatkov.
68
 Konkreten seznam obdelav, ki predstavljajo visoko raven tveganja so 
sprejeli nacionalni nadzorni organi, ki so te sezname v pregled posredovali Evropskemu 
odboru za varstvo osebnih podatkov. Slovenski Informacijski pooblaščenec je seznam dejanj 
obdelav osebnih podatkov objavil lani in je bil s strani navedenega odbora deležen le manjših 
popravkov. Podrobneje bo vsebina seznama in pomembnost njene vloge v zvezi z izvedbo 
ocene učinkov na varstvo osebnih podatkov predstavljena v 6.4. poglavju naloge. 
4.3  POMISLEKI O PRISTOPU NA PODLAGI TVEGANJ 
GDPR kot osrednji pristop za varstvo osebnih podatkov postavlja pristop na podlagi tveganj. 
V primerjavi z direktivo, ki jo GDPR nadomešča, vsebuje veliko določb, ki se navezujejo na 
tveganje. Pristop na podlagi tveganj je pomemben za učinkovito varstvo pravic 
posameznikov, hkrati pa se s preventivnim delovanjem upravljavca zmanjšajo stroški 
obdelave, saj se upravljavec tako izogne morebitnim kršitvam in posledično globam. GDPR 
od upravljavca zahteva, da sprejme vse ukrepe za skladno delovanje s temeljnimi načeli, ki 
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mora biti prilagojeno ravni tveganja, ki jo predstavlja postopek obdelave.
69
 Pristop na podlagi 
tveganj in vključenost tveganja v GDPR predstavljata izziv za zakonodajalce in nadzorne 
organe na področju varstva podatkov. Pristop na podlagi tveganja na zakonodajni ravni 
prelaga odgovornost na upravljavce podatkov za varstvo temeljnih pravic. To odpira 
zapletena vprašanja, saj nekateri upravljavci niso zmožni pravilno in dobro oceniti tveganja.
70
  
Nedoločnost tveganja predstavlja oviro za pravilno in objektivno oceno ravni tveganja, kar 
posledično pomeni zmanjšano zaščito za posameznikov, katerih osebni podatki se obdelujejo. 
Tveganja vsebujejo družbene in etične vrednote, ki niso objektivne, temveč subjektivne 
narave in so odvisne od samega konteksta. V prihodnje bi bilo treba zagotoviti enotnost 
pristopa, ki ga je treba uporabiti pri ocenjevanju tveganj. Različne metodologije, ki jih 
upravljavci lahko prosto izberejo in prilagodijo, ne prinašajo nujno najboljših ukrepov za 
varstvo osebnih podatkov. Ob tem je treba poudariti, da je upravljavec zavezan zagotoviti 
varstvo pravic posameznika, ne glede na tveganje, ki ga prinaša proces obdelave. Na varstvo 
pravic ne bi smela vplivati raven tveganja, saj mora biti posamezniku v vsakem primeru 
zagotovljeno najvišje možno varstvo.
71
 
Koncept tveganja je pomemben del sprememb ureditve varstva osebnih podatkov v EU, saj je 
pomemben dejavnik za udejanjanje obveznosti upravljavca, kot to predvideva GDPR. V 
Direktivi 95/46/ES je imel pristop na podlagi tveganj zgolj omejeno vlogo, saj je bil večinoma 
omejen na področja varnosti podatkov in informacij. Nasprotno pa v okviru GDPR 
tveganje predstavlja osrednji del načela odgovornosti in se obenem nanj navezujejo nove 
obveznosti upravljavcev. Te obveznosti so predvsem obveznost vodenja evidence o 
dejavnostih obdelave, vgrajena in privzeta zasebnost, ocena učinkov na varstvo osebnih 
podatkov, obveščanje o kršitvah ter imenovanje pooblaščenca za varstvo osebnih podatkov. 
Obveznosti se navezujejo na raven tveganja in za upravljavce postanejo obvezne le, če 
njihova obdelava vključuje tveganje oziroma veliko tveganje za posameznike, na katere se 
nanašajo osebni podatki.  
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5 PRISTOP ZA ZMANJŠEVANJE TVEGANJ V ZVEZI Z 
VARSTVOM OSEBNIH PODATKOV 
Tveganja, ki jih lahko povzroči obdelava osebnih podatkov je potrebno primerno zmanjšati. 
Ta so v nenehno razvijajoči se tehnologiji vedno večja in manj zaznavna. Nekateri 
strokovnjaki vidijo tehnologijo kot spodkopavanje in veliko grožnjo pravico do zasebnosti.  
Doktorica prava Ann Cavoukian, specializirana za pravo varstva osebnih podatkov poudarja 
drug pogled na tehnologijo in sicer, da je tehnologija sama po sebi nevtralna.
72
 Razvoj 
tehnologije povzroča nove in nove izzive, vendar se lahko uporabi tudi za inovativne rešitve 
za zaščito osebnih podatkov. Kot osrednjo rešitev vidi v pristopu vgrajene zasebnosti, ki ga 
bom predstavil v naslednjem podpoglavju. 
5.1 VGRAJENA ZASEBNOST 
Namen vgrajene zasebnosti
73
 je implementacija tehničnih in sistemskih ukrepov za zaščito 
osebnih podatkov že v samem načrtovanju in zasnovi novih projektov. V načrtovanje projekta 
je potrebno vključiti tehnološke in organizacijske ukrepe, katere je med izvajanjem projekta 
potrebno udejanjati, saj le tako lahko upravljavec deluje skladno z načelom odgovornosti.
74
 
Cilj, ki ga zasleduje vgrajena zasebnost je zaščita osebnih podatkov v vsaki fazi obdelave.
75
 
Prednost tega koncepta je praktična narava vseh ukrepov in ne samo teoretični nabor 
postopkov. Na vgrajeno zasebnost mora misliti vsak bodoči upravljavec, ki mora v svoji 
proaktivni naravi varstva osebnih podatkov imeti pred očmi vsakega posameznika, ki je 
subjekt temeljnih človekovih pravic. 
Vgrajena zasebnost je bila soglasno sprejeta kot mednarodni standard o zasebnosti na 
mednarodni konferenci komisarjev za varstvo podatkov in zasebnost oktobra 2010 v 
Jeruzalemu.
76
 Velja za  koncept, ki bo zagotovil ustrezno zaščito osebnih podatkov v svetu 
nenehno razvijajočih se visoko tehnoloških sistemov, ki so sposobni zbirati in obdelovati 
ogromne količine podatkov. 
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Vgrajena zasebnost je koncept, ki ga je sredi devetdesetih let razvila prej navedena doktorica 
prava Ann Cavoukian, takratna Pooblaščenka za informacije in zasebnost v Ontariu v Kanadi, 
ko je 7 temeljnih načel postavila kot temelj varstva osebnih podatkov. Vgrajeno zasebnost so 
začeli vpeljevati strokovnjaki v svoja raziskovanja in zakonodajni organi v zakonodajo po 
celotni Severni Ameriki. Cavoukian je pravico do zasebnosti opredelila kot možnost nadzora - 
ohranjanje osebnega nadzora nad zbiranjem, uporabo, in razkritjem osebnih podatkov".
77
  
Načela so bila zasnovana kot način za zaščito zasebnosti tudi v sodobni družbi, kjer so 
ogromni pretoki podatkov pravilo. Okvir vgrajene zasebnosti vključuje sedem izvirnih 
temeljnih načel, ki so bila v veliki meri prenesena v vso relevantno zakonodajo na področju 
varstva osebnih podatkov, tudi v GDPR in bodo predstavljena v nadaljevanju.
78
 
5.1.1 Proaktivnost namesto reaktivnost 
Po konceptu vgrajene zasebnosti se proaktivno išče rešitve za tveganja kršitev varstva osebnih 
podatkov. Tveganja je treba preprečiti, preden se pojavijo in v skladu s tem sprejeti ukrepe za 
zmanjšanje potencialnih tveganj. Prepoznavati je treba tudi ustreznost ukrepov za določeno 
tveganje obdelav.
79
 Ta se vedno hitreje spreminjajo, saj je tehnološki napredek izredno hiter. 
Spomnimo se nekaj let nazaj, ko socialna omrežja Facebook, Instagram, Twitter in drugi, še 
niso bila tako razvita in v življenje posameznika niso bila tako vpeta, kot so danes.
80
 Na nove 
izzive in tveganja je potrebno odgovoriti z doslednim proaktivnim izvajanjem vseh ukrepov 
za varstvo osebnih podatkov. 
5.1.2 Zasebnost kot privzeta izbira 
Skladno s privzeto zasebnostjo
81
 je upravljavec v postopek obdelave dolžan implementirati 
takšne ukrepe, ki bodo zagotavljali varnost pred nezakonitimi vpogledi oziroma vdori v zbirke 
                                                          
77
 Cavoukian, Ann: Ph.D, Privacy by Design The 7 Foundational Principles, Information & Privacy 




 Edwards, L.: Privacy, Security and Data Protection in Smart Cities: a Critical EU Law Perspective, v: 
CREATe Working Paper, 11(2015), str. 27.; dostopno na: https://www.create.ac.uk/publications/privacy-
security-and-data-protection-in-smart-cities-a-critical-eu-law-perspective/ (20.9.2019) 
79
 Cavoukian, Ann: Ph.D, Privacy by Design The 7 Foundational Principles, Information & Privacy 








 Angl.: Privacy by default 
26 
 
osebnih podatkov. Privzeta zasebnost je veliko bolj samoumevna kot pa vgrajena zasebnost. 
V skladu z njo upravljavec brez posameznikove privolitve ne sme osebnih podatkov 
posredovati tretji osebi. Na področju varstva osebnih podatkov predstavlja orodje za krepitev 
evropske zakonodaje za boj proti kršitvam, zlasti za preprečevanje kibernetskega kriminala in 
kršitev občutljivih osebnih podatkov.  
Poudarjen je posameznikov nadzor nad tem, kaj bo sprejel in s čem se bo strinjal, da bo prišel 
do želene storitve. Praktično to pomeni, da se posameznik sam odloči kateri brskalnik bo 
izbral, katere spletne strani bo obiskal, in ali bo sprejel »piškotke«. Veliko uporabnikov je pri 
»piškotkih« zelo neprevidnih in jih sprejema nenadzorovano oziroma niti nimajo ustreznega 
znanja, da bi se znali dobro odločiti.
82
 Vgrajena zasebnost pomeni sistemske poslovne prakse, 












5.1.3 Zasebnost, ki je sestavni del zasnovne rešitve 
Na varstvo osebnih podatkov morajo upravljavci misliti že ob snovanju projekta, ki vključuje 
obdelavo osebnih podatkov.
88
 Vsi ukrepi za varstvo osebnih podatkov morajo biti sprejeti, 
preden nova tehnologija pride do končnih uporabnikov. Sistemi obdelave morajo biti 




5.1.4 Polna funkcionalnost – pozitivna vsota 
S pristopom polne funkcionalnosti, ki je najpomembnejši a hkrati najzahtevnejši element 
vgrajene zasebnosti, se skuša izogniti dihotomiji zasebnosti na eni in učinkovitosti na drugi 
strani. Za zagotavljanje ustreznega varstva osebnih podatkov upravljavci ne bi smeli žrtvovati 
učinkovitosti delovanja sistema ali drugih legitimno ciljev. Namen vgrajene zasebnosti je tako 
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v korist upravljavcev kot tudi posameznikov. Ukrepi morajo biti praktični in ekonomsko 
učinkoviti ter hkrati takšni, da nudijo ustrezno varstvo za osebne podatke posameznikov.  
5.1.5 Zavarovanje podatkov v celotnem ciklu obdelave 
Varstvo osebnih podatkov mora biti na najvišji možni ravni vse od začetka zbiranja do 
morebitnega uničenja podatkov. V vsaki fazi postopka obdelave je potrebno upoštevati vsa 
temeljna načela in sprejemati ustrezne tehnične in sistemske ukrepe. GDPR vsebuje veliko 
določb in dokaj natančno opredeljuje, kaj je potrebno za zakonito obdelavo podatkov narediti 
v času zbiranja, shranjevanja in uničenja podatkov. Ideja tega načela se manifestira skozi 
celotno uredbo, saj se skuša opredeliti vsako možno vrzel in jo ustrezno pravno urediti, da se 
zagotovi varstvo človekovih pravic posameznika. 
5.1.6 Transparentnost 
Temelj skladnosti delovanja z ureditvijo GDPR je transparentnost. Vsi sodelujoči subjekti 
obdelave, morajo delovati pregledno in morajo ves čas omogočati zunanje preverjanje s strani 
nadzornih organov in posameznikov. Upravljavci in obdelovalci morajo ves čas obdelave 
skrbeti za preglednost, saj GDPR v primeru kršitve predvideva stroge kazni. V 51. do 59. 
členu GDPR je določen koncept nadziranja in pristojnosti nadzornih organov v celotni EU. 
5.1.7 Spoštovanje posameznika 
Najboljši način za skladno delovanje z načeli varstva osebnih podatkov je obdelava, ki je 
načrtovana tako, da ustreza potrebam upravljavca in posameznikov, na katere se podatki 
nanašajo in hkrati omogoča preproste možnosti za nadzor postopka obdelave.
90
 GDPR 
zahteva spoštovanje osebnih podatkov posameznikov s strani upravljavca. Najbolj se kaže v 
zahtevi po izrecni privolitvi obdelave za vsak namen posebej, upravljavec pa mora omogočiti 
preprost preklic dane privolitve. 
Zagovorniki koncepta vgrajene zasebnosti vidijo v njem pomembno orodje za zagotavljanje 
varstva osebnih podatkov v moderni informacijski družbi. Največja težava je v neenotnem 
razumevanju tega koncepta in upravljavčev odpor do vlaganja truda ter sredstev v 
zagotavljanje zasebnosti. To se spreminja z izrekanjem visokih kazni, ki jih predvideva 
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GDPR. Ko upravljavec ponotranji načela vgrajene zasebnosti, mu je zagotovo lažje izpolniti 
obveznosti, ki jih predvideva GDPR. Koncept vgrajene zasebnosti vsebuje načela, ki so se 
prelila v temeljna načela varstva osebnih podatkov nasploh. Ta bodo obravnavana v 
naslednjem poglavju, kjer bo podrobneje opisana njihova vloga pri izvedbi ocene učinkov, 
natančneje pri analizi tveganj. 
6 OCENA UČINKOV V ZVEZI Z VARSTVOM OSEBNIH 
PODATKOV (DPIA) 
Skupna točka zavezujočega načela odgovornosti, pristopa na podlagi tveganj in koncepta 
vgrajene zasebnosti, je ocena učinkov v zvezi z varstvom osebnih podatkov (v nadaljevanju 
DPIA). Predstavlja obveznost upravljavcev, s katero obvladujejo tveganja za človekove 
pravice in temeljne svoboščine.  
Smernice Informacijskega pooblaščenca Republike Slovenije so opredelile DPIA kot orodje 
za identifikacijo, analizo in zmanjševanje tveganj glede nezakonitih ravnanj z osebnimi 
podatki, do katerih lahko pride pri določenem projektu, sistemu ali uporabi tehnologije.
91
 
Informacijski pooblaščenec opredeljuje oceno učinkov bolj kot orodje in ne kot stalen proces, 
kot so ga opredelile Smernice Delovne skupine iz 29. člena Direktive 95/46/ES, ki oceno 
učinkov vidijo bolj kot stalen proces in ne enkraten dogodek. Ocena učinka v zvezi z 
varstvom podatkov je postopek za vzpostavitev in dokazovanje skladnosti, kar je osrednji 
element načela odgovornosti.
92
 Pri opredelitvi stalnega procesa gre za neko kontinuirano 
odgovorno ravnanje upravljavca z osebnimi podatki posameznikov. V tem se opredelitev 
stalnega procesa razlikuje od opredelitve ocene učinkov kot orodja. Pri slednji gre zgolj za 
oblikovanje dokumenta, katerega namen je zgolj izogibanje morebitnim globam nadzornih 
organov. 
DPIA je postopek, zasnovan za sistematično analizo, prepoznavo in minimaliziranje tveganj 
za varstvo osebnih podatkov pred izvedbo projekta oziroma skladno s konceptom vgrajene 
zasebnosti v času načrtovanja. Namen je ex ante analiziranje tveganj, zmanjšanje možnosti za 
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nezakonita ravnanja in ostala tveganja, ki jih prinaša določena obdelava. Tveganj ni mogoče 
popolnoma izkoreniniti, jih je pa z izvedbo DPIA zmanjšati do te mere, da so glede na dane 
okoliščine sprejemljiva in zakonita.  
DPIA ni obvezen za vse vrste obdelave, ampak le za tiste, pri katerih bi obdelava lahko 
povzročila veliko tveganje za pravice in svoboščine posameznikov. Nadaljnje okoliščine 
glede tega, kdaj in v katerih primerih je DPIA obvezna bodo natančneje opredene v 7.4. 
poglavju naloge.  
Izvedba DPIA zagotovo doprinese oziroma je pomemben gradnik odgovornega ravnanja 
upravljavca in mu tudi olajša dokazovanje njegove skladnosti z zahtevami nove ureditve. S 
tem se upravljavec učinkovito izogne morebitnim globam nadzornega organa,
93
 kar vpliva 
tudi na sam ugled upravljavca in zaupanje posameznikov. Globe so zelo visoke in sicer v 
znesku do 10 milijonov EUR ali 2% skupnega letnega prometa na svetovni ravni za preteklo 
finančno leto, odvisno od tega, kateri znesek je višji.
94
 
6.1  ZGODOVINA DPIA 
Nastanek novih tehnologij, ki predstavljajo nevarnosti za posameznike in družbene vrednote, 
je vplival na to, da so se razširile ocene učinka in podobne tehnike ocenjevanja posledic 
oziroma tveganj. Te tehnike so se pojavile v šestdesetih letih prejšnjega stoletja v ZDA, sprva 
kot orodje, ki so ga uporabljali v znanosti, da bi znali ukrepati v primeru nevarnih posledic 
novih odkritij in izumov. Ocene učinkov na zasebnost oziroma v zvezi z varstvom osebnih 
podatkov so se pojavile v 90. letih prejšnjega stoletja in so bile vpeljane v pravne rede Nove 
Zelandije, Avstralije in Kanade. V Evropi je bila najhitreje vpeljana v Združenem kraljestvu 
in sicer leta 2007.  
Ocena učinkov se je kot orodje prepoznavanja tveganj degradacije naravnega okolja razvijala 
na področju okoljskega prava. Tako so pozitivne izkušnje na področju okolja doprinesle k 
institucionalizaciji ocene učinkov po svetu. Širjenje ocene učinkov v zvezi z varstvom 
osebnih podatkov po svetu je posledica naraščajoče invazivnosti novih tehnologij, vse večjega 
pomena obdelave osebnih podatkov za sodobno gospodarstvo in vedno manjšega zaupanja v 
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razvijajočo se tehnologijo. Javne, predvsem pa zasebne organizacije se lahko znajdejo pred 
veliko skušnjavo zlorabe osebnih podatkov.
95
 
6.2  VSEBINA IN NAMEN DPIA 
DPIA zaokroža obveznosti, ki jih nalaga načelo odgovornosti. Njeno izvajanje je predvideno 
za katero koli vrsto obdelave, še posebej pa se zahteva za takšno vrsto obdelave, ki bi lahko 
povzročila veliko tveganje za pravice in svoboščine posameznikov. Z oceno tveganj pred 
samo izvedbo določenega projekta se tako hkrati udejanja tudi pristop vgrajene zasebnosti.  
GDPR določa obvezne sestavine, ki jih DPIA mora vsebovati in sicer:
96
  
a) sistematičen opis predvidenih dejanj obdelave in namenov obdelave, kadar je 
ustrezno pa tudi zakonitih interesov, za katere si prizadeva upravljavec, 
b) oceno potrebnosti in sorazmernosti dejanj obdelave glede na njihov namen,  
c) oceno tveganj za pravice in svoboščine posameznikov ter  
d) ukrepe za obravnavanje tveganj, vključno z zaščitnimi ukrepi, varnostne ukrepe 
ter mehanizme za zagotavljanje varstva osebnih podatkov in za dokazovanje 
skladnosti, ob upoštevanju pravic in zakonitih interesov posameznikov, na katere se 
nanašajo osebni podatki, ter drugih oseb, ki jih to zadeva.
97
 
Dosledna izvedba ocene učinkov izboljša stanje ozaveščenosti o odgovornem varstvu osebnih 
podatkov v organizaciji. To pomeni, da se pristojne osebe upravljavca že v času načrtovanja 
seznanijo z ravnanjem, skladnim z vsemi temeljnimi načeli varstva osebnih podatkov. 
Posledično pomeni tudi lažje dokazovanje skladnosti, ki je, kot drugi element načela 
odgovornosti, z novo ureditvijo postal zelo pomemben. Poleg tega ima nasproti 
posameznikom posebno vlogo, saj je dober temelj za gradnjo zaupanja med upravljavcem in 
posameznikom, katerega podatki se zbirajo.  
V določeni fazi postopka izvedbe se pričakuje, da upravljavec daje posameznikom možnost, 
da se izjavijo o določeni obdelavi osebnih podatkov. Le tako se izboljša transparentnost in 
preglednost delovanja ter se posameznikom omogoči lažje razumevanje, kako in zakaj se 
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njihovi podatki obdelujejo. Hkrati upravljavec lažje razume potrebe in pomisleke 
posameznikov ter tako prilagodi obseg obdelave. Ne nazadnje lahko upravljavec ob izvedeni 
oceni učinkov optimizira stroške obdelave. Upravljavec zmanjša količino osebnih podatkov 
na minimum, ki je potreben za izvedbo določenega projekta in tako oblikuje enostavnejše 
procese obdelave. Na splošno velja, da je preventivno ravnanje za zmanjšanje tveganj cenejše 
od poznejše morebitne škode, ki lahko nastane.98 
6.3  TEMELJNA NAČELA KOT VODILO PRI OCENI TVEGANJ 
Temeljna načela so urejena v drugem poglavju Splošne uredbe o varstvu osebnih podatkov, v 
5. členu. Ta načela so specifična, saj so že sama po sebi uporabljiva in jih ni potrebno 
razlagati skozi prizmo določenih drugih določb. Hkrati pa usmerjajo druga pravila iz uredbe 
oziroma so temelj obveznostim, ki jih upravljavec mora implementirati v svoje delovanje.  
V skladu GPDR se načela uporabljajo za katere koli podatke v zvezi z določeno oziroma 
določljivo fizično osebo.
99
  Po večini so bila ta načela že vsebovana v 6. členu Direktive 
95/46/ES. Dodane so načelo preglednosti in načelo minimiziranja podatkov, ki bodo 
predstavljena v nadaljevanju ter že zgoraj opisano načelo odgovornosti, ki pomeni celovito 
vzpostavitev odgovornosti upravljavca. Tudi predlog novega Zakona o varstvu osebnih 
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 Glej 23. uvodno določbo GDPR 
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 Določba 70. člena, Predloga zakona o varstvu osebnih podatkov - ZVOP-2 (načela varstva osebnih 
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6.3.1. NAČELO ZAKONITOSTI, POŠTENOSTI IN PREGLEDNOSTI  
Osebne podatke je v skladu z GDPR potrebno obdelovati zakonito, pošteno in pregledno.
101
 
Kljub različnim jurisdikcijam v svetu so ti osnovni elementi temeljnih načel vsebovani v 
večini nacionalnih zakonodaj.  
Načelo zakonitosti nalaga upravljavcu, da ima za vsako obdelavo osebnih podatkov ustrezno 
pravno podlago. Pravne podlage se med seboj razlikujejo in upravljavec je dolžan izbrati 
ustrezno pravno podlago izmed naslednjih možnih pravnih podlag:
102
 
● privolitev posameznika,  
● nujna obdelava osebnih podatkov za izvajanje pogodbe, katere pogodbena stranka 
je posameznik,  
● obdelava je potrebna za izpolnitev zakonske obveznosti, ki velja za upravljavca, 
● obdelava je potrebna za zaščito življenjskih interesov posameznika, 
● obdelava je potrebna za opravljanje naloge v javnem interesu ali pri izvajanju javne 
oblasti, 
● obdelava je potrebna zaradi prevladujočih zakonitih interesov upravljavca ali tretje 
osebe, razen kadar nad takimi interesi prevladajo interesi ali temeljne pravice 
posameznika. 
Z izvedbo ocene učinkov bo upravljavec znal ustrezno izbrati pravno podlago za določeno 
obdelavo. Ugotovil bo tudi, ali je potrebna privolitev posameznika in na kakšen način (pisno, 
elektronsko, ustno,…) jo bo moral pridobiti, da bo zakonita, saj so za privolitev podani strogi 
pogoji.
103
 Le tako bo imel dobre temelje za zakonito obdelavo. To pomeni, da morajo biti vsa 
dejanja upravljavca v okviru veljavne zakonodaje.  
V praksi upravljavci izvajajo obdelavo osebnih podatkov na podlagi izrecne privolitve 
posameznika, čeprav ta ni vedno potrebna. Pogosto je obdelava osebnih podatkov nujna za 
izpolnitev pogodbe. Takrat ni potrebe, da upravljavec sestavlja posebne obrazce za izrecno 
privolitev in s tem zmanjša stroške. Smernice Informacijskega pooblaščenca navajajo ključna 
vprašanja glede načela zakonitosti, na katera si mora upravljavec v postopku ocene učinkov 
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 Z oceno učinkov ex ante se preverijo možna tveganja in sprejmejo ustrezni 
ukrepi, ki upravljavcu služijo kot zagotovilo zakonite in skladne obdelave z zahtevami nove 
ureditve. 
Zakonitost obdelave je neposredno povezana z odnosom upravljavca do posameznikov. 
Upoštevanje interesov in utemeljena pričakovanja posameznikov, na katere se osebni podatki 
nanašajo, je v skladu s splošnim načelom poštenega in preglednega delovanja.
105
 Poštenost 
pomeni, da posameznik ne sme biti zaveden o namenu in načinu obdelave njegovih osebnih 
podatkov. Upravljavec od posameznika ne sme pogojevati ali celo izsiljevati njegove 
privolitve. Ob tem mora biti posameznik jasno obveščen o posledicah in o pravicah, ki jih ima 
v zvezi z obdelavo. V javnem sektorju se to zagotavlja z upoštevanjem načela zakonitosti 
(določenost v zakonu), v zasebnem pa je bistvena ustrezna informiranost posameznika, ki 
lahko poda veljavno privolitev.
106
 
Načelo preglednosti se nanaša na tri področja, in sicer na zagotavljanje informacij 
posameznikom v zvezi s pravično obdelavo podatkov, komuniciranje upravljavcev s 
posamezniki in uresničevanje pravic posameznikov.
107
 Posledica implementacije tega načela 
je večje zaupanje posameznikov in s tem povezan ugled upravljavca.
108
 
6.3.2. OMEJITEV NAMENA 
Osebni podatki se lahko zbirajo, obdelujejo le za v naprej določene in zakonite namene, ki jih 
upravljavec natančno opredeli in jih jasno predstavi posamezniku.
109
 Tako določbo vsebuje že 
Ustava RS.
110
 Upravljavec ne sme nadalje obdelovati osebnih podatkov v nasprotju z nameni, 
za katere so bili ti podatki zbrani. Od navedenega pravila velja izjema v primeru obdelave 
osebnih podatkov za namen arhiviranja v javnem interesu, za znanstvene, zgodovinske ter 
statistične namene. Nameni take obdelave osebnih podatkov ne štejejo za nezdružljive s 
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Delovna skupina za varstvo osebnih podatkov iz 29. člena Direktive 95/46/ES je opredelila 
elemente, ki morajo biti podani pri specifikaciji namena obdelave osebnih podatkov. Potrebno 
je, da upravljavec predhodno določi legitimen namen zbiranja, jasno opredeliti uporabo 
podatkov ter to v razumljivi in pregledni obliki predočiti posamezniku pred njegovo 
privolitvijo. Tako je nato omogočeno varstvo posameznikovega razumnega pričakovanja 
glede namenov obdelave osebnih podatkov.  
Z oceno učinkov upravljavec lažje opredeli namene zbiranja in se nato odloči, kako jih bo 
predstavil posamezniku. Ocena učinkov omogoči upravljavcu, da zaposlene poduči o uporabi 
osebnih podatkov v zakonite namene. Na ta način posledično lažje zahteva od zaposlenih, da 
teh podatkov ne zlorabijo v zasebne namene. Tekom procesa obdelave je pomembno, da 
upravljavec sledi namenu zbiranja in se izogne t. i. pojavu spremembe namembnosti.
112
 Gre 
za posebno tveganje, ko se podatki primarno zberejo za določen namen, kasneje pa se porodi 
ideja o uporabi zbranih podatkov za druge namene.
113
 Z izvedbo ocene učinkov lahko 
upravljavec ex ante ta tveganja učinkovito zmanjša.  
6.3.3. NAJMANJŠI OBSEG PODATKOV  
Z načelom omejitve namena je tesno povezano načelo minimiziranja podatkov. V skladu z 
njim lahko upravljavec zbira in obdeluje le podatke, ki so potrebni za dosego v naprej 
določenega namena.
114
 Gre za upoštevanje splošnega načela sorazmernosti, predvsem v 
smislu, da se nepotrebni osebni podatki za dosego cilja ne zbirajo. Sorazmernost se nanaša 
tudi na zbiranje bolj oziroma manj občutljivih podatkov in na to, da so podatki na voljo le 
tistim osebam, ki jih dejansko potrebujejo.  
Upravljavec mora količino podatkov omejiti le na potrebne podatke in mora utemeljiti 
zbiranje vsakega podatka posebej. Primer očitne nesorazmernosti in nepotrebnosti zbiranja je 
npr. aplikacija, ki pametni telefon pretvori v svetilko, zahteva pa dostop do naših sms sporočil 
in stikov. Nepotrebna je hramba podatkov o času in lokaciji vstopa potnika na mestni avtobus, 
če ta uporablja mesečno vozovnico. Nesorazmerna je tudi zahteva upravljavca za več 
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, ko za to nima utemeljenih argumentov.
116
 
Načelo minimiziranja podatkov se manifestira skozi že opisan pristop vgrajene zasebnosti. 
Ocena učinkov pa je proces, ki neposredno in dokumentirano omogoči dokazovanje 
specificiranega namena obdelave ter posledično kvalitetnega utemeljevanja, glede podatkov, 
ki so potrebni za uresničitev tega namena.  
6.3.4. TOČNOST 
GDPR je to načelo uredil v 5. členu, kjer upravljavcu nalaga, da sprejme vse ukrepe za 
ažurnost in točnost podatkov.
117
 V skladu s tem mora upravljavec konstantno spremljati 
morebitne spremembe podatkov ter jih posodabljati. Netočne podatke mora nemudoma 
popraviti oziroma izbrisati, če niso skladni z namenom zbiranja.
118
 Netočnost ima lahko zelo 
hude posledice za posameznika v primeru pomote v EMŠO številki, ki lahko povzroči, da 
posameznik ne pridobi denarne socialne pomoči. Napačen podatek v zdravstveni 
dokumentaciji o krvni skupini, alergijah ali nalezljivih bolezni lahko ima hude zdravstvene 
posledice. Posamezniku je v primeru netočnega podatka lahko zavrnjena viza za potovanje, 
ker se je upravljavec zaradi podobnega imena iskane osebe zmotil v imenu posameznika. 




V okviru izvedbe ocene učinkov je treba preveriti ali obstaja verjetnost, da zbrani podatki niso 
točni in ažurni. Če se ugotovi, da niso, je potrebno sprejeti ustrezne ukrepe, da se osebne 
podatke posodobi. V tem primeru ima posameznik pravico od upravljavca  zahtevati omejitev 
obdelave.
120
 Poleg tega je potrebno posameznika o vseh popravkih ali izbrisu njegovih 
osebnih podatkov sproti obveščati.
121
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6.3.5. OMEJITEV SHRANJEVANJA 
GDPR določa, da so osebni podatki v obliki, ki omogoča identifikacijo posameznikov, lahko 
shranjeni le toliko časa, kolikor je potrebno za namene, za katere se obdelujejo.
122
 Izjema so 
podatki, ki bodo na podlagi zakona obdelani izključno za namene arhiviranja v javnem 
interesu, za znanstvene, raziskovalne ali statistične namene.
123
 V teh primerih mora 
upravljavec implementirati ustrezne tehnične in organizacijske ukrepe, ki jih predvideva 
GDPR za primere daljše obdelave podatkov. Tako bo po izpolnitvi namena obdelave moral 
osebne podatke izbrisati, uničiti ali anonimizirati, razen v omenjenih zakonsko določenih 
primerih. 
Ocena učinkov upravljavcu v zvezi z načelom omejitve shranjevanja pomaga ugotoviti 
ustrezen rok hrambe glede na namene obdelave in identificirati (upoštevati) roke hrambe, ki 
jih določa zakonodaja. Bistvo tega načela je, da mora biti rok hrambe v naprej opredeljen. Če 
roka ni mogoče natančno določiti, je lahko rok vezan tudi na podajo preklica s strani 
posameznika. Upravljavec je pri določitvi roka vezan na lastne namene obdelave in ne na 
namene drugih (policije, davčnih organov, inšpekcijskih služb).
124
 
6.3.6. CELOVITOST IN ZAUPNOST 
V skladu z načelom celovitosti in zaupnosti morajo biti podatki obdelani na način, ki 
zagotavlja ustrezno varnost pravic posameznika, vključno z zaščito pred nepooblaščeno in 
nezakonito obdelavo ter pred izgubo, uničenjem ali poškodbo osebnih podatkov.
125
 Varnost 
temeljni na ustreznih tehničnih ukrepih, ki preprečujejo nepooblaščene vpoglede, spremembe, 
razkritja in brisanja podatkov.  
V procesu ocene učinkov upravljavec ugotovi kateri ukrepi so primerni glede na okoliščine 
obdelave (obseg, namen). Na podlagi teh ugotovitev bo lahko sprejel primerne varnostne 
ukrepe, da bo preprečil morebitno izgubo podatkov, nepooblaščen vpogled ali druge neželene 
dogodke v zvezi z obdelavo osebnih podatkov.
126
 Le z izvedbo ocene učinkov bo upravljavec 
sposoben določiti in implementirati ustrezne ukrepe za najvišjo možno varstvo osebnih 
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6.4  NE(OBVEZNA) IZVEDBA DPIA 
V tem podpoglavju bom opisal kdaj je ocena učinka v zvezi z varstvom osebnih podatkov 
obvezna in kdaj ne. GDPR kot generalno pravilo postavlja naslednje merilo
127
: 
Oceno učinka v zvezi z varstvom podatkov je potrebno izvesti, kadar je mogoče, da bo ob 
upoštevanju narave, obsega, okoliščin in namenov obdelave, ta povzročila veliko 
tveganje za pravice in svoboščine posameznikov.  
Izvedba ocene učinka se zahteva zlasti pri uvajanju nove tehnologije v procese obdelave.
128
 V 
3. odstavku 35. člena GDPR določa nekatere primere, v katerih obstaja verjetnost velikega 
tveganja. Ne gre za zaprt seznam (numerus clausus) obdelav, pri katerih lahko pride do 
velikega tveganja, ampak je zgolj smernica. Za obdelave, ki niso zajete v tem seznamu, so se 
razvila merila kot pomoč pri ugotavljanju ali bi obdelava lahko povzročila veliko tveganje, 
kot je že bilo opredeljeno zgoraj. Ob tem so nacionalni organi sprejeli sezname obdelav 
osebnih podatkov, za katere se zahteva izvedba ocene učinkov.
129
 Informacijski pooblaščenec 




V nadaljevanju opisana merila širijo in hkrati konkretizirajo niz obdelav iz 35. člena GDPR, 
za katera se zahteva ocena učinka. Ko upravljavec vrednoti ali je potrebna izvedba ocene 
učinka, si z naslednjimi merili pomaga pri ugotavljanju, ali bi obdelava lahko povzročila 
veliko tveganje za pravice posameznikov, katerih podatki se obdelujejo: 
1. Obsežno vrednotenje in profiliranje posameznikov, zlasti na podlagi informacij o 
ekonomskem položaju,  zdravju, interesih, gibanju in podobno.
131
 Takšen primer so 
banke, ki o svojih kreditojemalcih redno preverjajo kreditno sposobnost  ali trgovine, 
ko zbirajo podatke o nakupovalnih navadah potrošnikov. Oblikovanje profilov je 
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sestavljeno iz treh elementov: 
● avtomatizirana oblika obdelave;  
● izvajanje v zvezi z osebnimi podatki in  
● njegov cilj mora biti oceniti osebne vidike posameznika.132 
2. Avtomatizirano odločanje s pravnim ali podobnim učinkom je obdelava katere cilj 
je sprejemanje odločitev o posameznikih s tehnološkimi sredstvi brez osebnega 
posredovanja. Avtomatizirane odločitve se lahko sprejmejo z oblikovanjem profilov 
ali brez njega, kar pomeni da ne gre nujno za ločeni dejavnosti. Avtomatizirane 
odločitve lahko temeljijo na: 
a. podatkih, ki so neposredno pridobljeni od posameznikov; 
b. podatkih, pridobljenih o posameznikih (podatki o lokaciji, zbrani prek 
aplikacije); 
c. podatkih, ki so izpeljani  iz že oblikovanega profila posameznika.133 
3. Sistematičen nadzor nad posameznikom brez njegovega zavedanja je zbiranje 
podatkov o posameznikovem vedenju in lokaciji, kateremu se ne more izogniti. 
Primeri takšnega spremljanja so npr.: sistemi avtomatske prepoznave registrskih 
tablic, sistemi javnega prevoza, elektronskega cestninjenja, videonadzor javnih 
površin, predhodno preverjanje podatkov letalskih potnikov.
134
 
4. Obdelava posebnih vrst osebnih podatkov zajema kategorije občutljivih osebnih 
podatkov posameznika
135
 in podatke, ki se nanašajo na kazenske obsodbe ali 
prekrške.
136
 Obdelava posebnih podatkov, ki zahtevajo oceno učinkov predstavlja 
vzpostavitev nove mobilne aplikacije za spremljanje zdravstvenih podatkov 
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posameznika. Tak primeru je tudi delovanje kazenskih in prekrškovnih evidenc.
137
 
5. Množičnost obdelave osebnih podatkov v GDPR ni definirana, je pa zato mogoče 
izluščiti nekaj smernic.
138
 Pri ugotavljanju, ali gre za obdelavo v velikem obsegu se po 
priporočilu Delovne skupine iz 29. člena Direktive 95/46/ES upoštevajo naslednji 
dejavniki: 
● številko zadevnih posameznikov; 
● obseg podatkov; 
● trajanje ali stalnost dejavnosti obdelave podatkov; 
● geografski obseg dejavnosti obdelave. 
Med take primere spadajo klubi zvestobe pri trgovcih, podatki o zavarovancih in 
škodnih primerih pri zavarovalnicah, registri na državni ravni, podatki o komitentih 
pri uporabi bančnih storitev v bankah.
139
 
6. Primerjanje in kombiniranje različnih zbirk podatkov ter analiza na osnovi 
masovnih podatkov, ki izhaja na primer iz dveh ali več dejanj obdelave podatkov, 
izvedenih za različne namene in/ali s strani različnih upravljavcev podatkov na način, 
ki presega razumna pričakovanja posameznika.
140
 
To so primeri analize navad in podatkov o gibanju potrošnikov, analize gibanja, 
uporabe in navad uporabnikov elektronskih komunikacij, primerjanje podatkov o 
zavarovancih in škodnih primerov pri zavarovalnici.
141
 
7. Podatki o ranljivih posameznikih so podatki obdelave, kjer obstaja občutno 
nesorazmerje moči med posameznikom in upravljavcem. To se manifestira v tem, da 
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posamezniki ne morejo zlahka privoliti v obdelavo svojih podatkov, le-tej nasprotovati 
ali izvrševati svojih pravic. Med ranljive posameznike spadajo otroci, zaposleni in 
ranljivejši deli prebivalstva, ki potrebujejo posebno zaščito (duševno bolne osebe, 
prosilci za azil, starejši, pacienti itd.).
142
 
8. Inovativna uporaba obstoječih in novih tehnologij kot je kombinacija uporabe 
prstnih odtisov in prepoznavanja obrazov za boljši nadzor nad fizičnim dostopom. 
Nova tehnologija zajema nove oblike zbiranja in uporabe, kar pomeni tudi večje 
tveganje za pravice in svoboščine posameznika.
143
 Nekatere aplikacije interneta stvari 
lahko na primer pomembno vplivajo na vsakodnevno življenje posameznikov in 




9. Kadar sama obdelava posameznikom preprečuje uresničevanje pravice ali 
uporabo storitve ali pogodbe.
145
 To zajema tudi dejanja obdelave, ki omejuje pravice 
posameznika ali obdelavo podatkov, katere cilj je omogočiti, omejiti ali preprečiti 




Delovna skupina za varstvo osebnih podatkov iz 29. člena Direktive 95/46/ES na splošno 
meni, da je ocena učinkov v zvezi z varstvom podatkov obvezna, če obdelava izpolnjuje vsaj 
dve od zgoraj navedenih meril. Več meril kot izpolnjuje obdelava, večja je verjetnost za 
obstoj velikega tveganja za pravice posameznikov, na katere se nanašajo osebni podatki. 
Upravljavec pa se lahko odloči za izvedbo tudi v primeru, če je izpolnjeno le eno merilo. V 
primeru, da sta izpolnjeni dve merili ali več, upravljavec meni, da ne obstoji verjetnost 
velikega tveganja, mora temeljito dokumentirati razloge za neizvajanje DPIA. Tudi  primeru, 
če ni izpolnjeno nobeno od navedenih meril, je priporočljivo izvesti oceno učinkov, saj se 
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tekom izvajanja lahko pokaže pomanjkljivost obdelave, ki bi lahko pomenila tveganje za 
pravice posameznikov. Ocena učinka v zvezi z varstvom podatkov ni obvezna, če obdelava ne 
bo povzročila velikega tveganja, ali če že obstaja podobna ocena, narejena pred letom 
2018.
147
 Izvedba se ne zahteva v primeru, da obstaja pravna podlaga oziroma je na seznamu 
dejanj obdelave, za katere se DPIA ne zahteva. Tega seznama še do mojega pisanja te 
magistrske naloge Informacijski pooblaščenec ni objavil. 
6.5  NAČIN IZVEDBE 
Upoštevaje Smernice o ocenah učinkov na varstvo osebnih podatkov Informacijskega 
pooblaščenca, se DPIA izvede v štirih fazah. Kot je že bilo opisano v predhodni točki tega 
poglavja je pred izvedbo potrebna ugotovitev, ali je izvedba sploh obvezna ali ne. Število 
korakov in način izvedbe se med upravljavci posameznih držav razlikujejo. GDPR ne zahteva 
določene oblike izvedbe, temveč daje upravljavcem možnost izbire glede oblikovanja in 
uporabe metodologije.  
Iz GDPR izhaja pomembna zahteva, da ocena učinka ne sme biti promocijski material 
upravljavca, ki zgolj našteva prednosti določenega projekta, ampak je primarno ocena 
učinkov in upravljanje tveganj. Oceno učinkov je potrebno izvesti pred samim izvajanjem 
novih projektov. Ob tem strokovnjaki spodbujajo enotno prakso specifičnih metodologij za 
določene sektorje. Lažje bi parcialno poenotili metodologije po posameznih sektorjih, saj je 
tako mogoče bolje reagirati na specifična tveganja na posameznem področju
148
. 
Upravljavci lahko sami izberejo metodologijo za izvedbo ocene učinkov, vendar mora 
izvedba ocene učinkov ustrezati zahtevam, določenih v GDPR. Delovna skupina za varstvo 
osebnih podatkov iz 29. člena Direktive 95/46/ES je zato razvila kriterije, ki se lahko 
uporabijo za oceno, ali je bila ocena učinkov ustrezno izvedena. Ob tem se zastavlja vprašanje 
ali je podan sistematičen opis obdelave. V tem opisu mora biti jasno opredeljena ocena 
nujnosti in sorazmernosti glede količine potrebnih osebnih podatkov. Vsebovati mora jasno 
opredelitev ukrepov za učinkovito obvladovanje tveganj za pravice in svoboščine 
posameznikov. Ob izvedbi morajo biti vključeni vsi subjekti s pravnim interesom (nadzorni 
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Potrebno je torej opredeliti navedeni nabor podatkov, namen njihove obdelave, podatkovne 
tokove, načine pridobivanja, udeleže subjekte in rok hrambe. Nato sledi analiza tveganj, ki 
obsega identifikacijo možnih tveganj in oceno le-teh, ki se izvedejo po prej opisanih temeljnih 
načelih varstva osebnih podatkov. Temu sledi implementacija ukrepov za obvladovanje 
ukrepov, katerih namen je odprava oziroma zmanjšanje tveganj na sprejemljivo raven. Če to 
ne uspe, se mora upravljavec predhodno posvetovati z nadzornim organom. Vsako od teh faz 
mora upravljavec ustrezno dokumentirati in pripraviti poročilo. Iz poročila mora biti razvidna 
izvedba vseh faz in upoštevanje vseh kriterijev ustreznosti izvedbe ocene učinkov.
150
 
6.5.1. POSVETOVANJE Z NADZORNIM ORGANOM 
Za določene obdelave, za katere se zahteva izvedba ocena učinkov obdelave na varstvo 
osebnih podatkov, bo potrebno predhodno posvetovanje z nadzornim organom.
151
 
Posvetovanje je obvezno v primerih, v katerih upravljavec, kljub izvedbi ocene učinkov in 
implementiranih ustreznih ukrepih, ne bi učinkovito zmanjšal tveganj na ustrezno raven.
152
 
Med primere nesprejemljivih preostalih tveganj sodijo situacije, v katerih lahko posamezniki 
utrpijo trajne posledice zlorabe osebnih podatkov ali je zelo verjetno, da se bodo tveganja 
zaradi predvidenih načinov obsežnega zbiranja in izmenjave podatkov uresničila. Tudi 
psevdonimizacija in šifriranje podatkov v določenih primerih ne predstavljata ustreznega 
varstva posameznikov, zato se upravljavec mora posvetovati z nadzornim organom. Ko se po 
posvetovanju izkaže, da obdelave ni mogoče izvesti skladno z GDPR, mora upravljavec 
načrtovano obdelavo osebnih podatkov opustiti.
153
 
Položaj in pristojnosti nadzornega organa
154
 so urejene v 7. poglavju Predloga zakona o 
varstvu osebnih podatkov (ZVOP-2). Nadzorni organ samostojno in neodvisno izvaja 
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inšpekcijski nadzor nad izvajanjem vseh predpisov, ki urejajo varstvo, obdelavo in prenos 
osebnih podatkov iz Republike Slovenije.
155
 Upravne globe se po določbah GDPR 
obravnavajo kot prekrški. Prekrškovni organ je pa Informacijski pooblaščenec, ki je pristojen 
za izrekanje glob ter njihovo ocenjevanje glede na konkretne okoliščine (načelo 
sorazmernosti). 
7 OBVEZNOST POROČANJA V PRIMERU KRŠITVE 
V primeru kršitve je upravljavec dolžan uradno obvestiti nadzorni organ in posameznike.
156
 
Kršitev je opredeljena kot dogodek, ki povzroči nenamerno ali nezakonito uničenje, izgubo, 
spremembo ali nepooblaščeno razkritje osebnih podatkov. Pri kršitvi za posledico, da 
upravljavec ne more zagotoviti potrebne skladnosti s temeljnimi načeli varstva osebnih 
podatkov.
157
 Dostop do podatkov nepooblaščene osebe je najpogostejša kršitev, ki je bila 
zaznana do sedaj. V praksi se velikokrat zgodi kršitev, ko se posreduje osebne podatke 
napačnemu naslovniku. Upravljavec je dolžan kršitve v 72 urah prijaviti nadzornemu organu 
in obvestiti posameznike, o katerih osebne podatke obdeluje. Enako mora ravnati tudi v 
primeru izgube ali kraje računalniške opreme, ki vsebuje osebne podatke.
158
  
Ko upravljavec zazna kršitev, mora oceniti verjetnost (možnost nastanka negativnih posledic) 
in resnost (obseg škode za posameznika). Negativne posledice za posameznika lahko 
predstavlja tako fizična, premoženjska ali nepremoženjska škoda.
159
 Upravljavec lahko v 
Republiki Sloveniji obvesti nadzorni organ na posebnem obrazcu, ki ga je pripravil 
Informacijski pooblaščenec. V kolikor bo kršitev zadevala posameznike iz različnih držav 
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 Glej 85. uvodno določbo  GDPR 
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8 VLOGA POOBLAŠČENCA ZA VARSTVO OSEBNIH 
PODATKOV 
GDPR od vseh subjektov javnega prava
161
 in večjega dela zasebnih subjektov zahteva 
imenovanje pooblaščene osebe za varstvo osebnih podatkov.
162
 Ta nova obveznost predstavlja 
ključno točko za strokovno opolnomočenje upravljavca in hkrati omogoča obdelavo 
podatkov, ki je skladna z določbami GDPR. 
Pooblaščeno osebo se imenuje na podlagi poklicnih odlik, zlasti strokovnega znanja in 
izkušenj s področja varstva osebnih podatkov.
163
 S tem se je skladnost obdelave in raven 
varstva osebnih podatkov občutno dvignila. Zahteva GDPR, da je pooblaščena oseba 
neodvisna od upravljavca, pa ji daje zadostno zaščito za strokovno delovanje. Upravljavec je 
ne sme kaznovati ali razrešiti zaradi opravljanja nalog, ki so v njeni pristojnosti.
164
 Za 




Pooblaščena oseba deluje kot notranji revizor za varstvo osebnih podatkov. V njeni 
pristojnosti je, da spremlja skladnost delovanja upravljavca s temeljnimi načeli varstva 
osebnih podatkov, mu ob tem svetuje in izobražuje njegovo osebje, ki se neposredno ukvarja 
z obdelavo podatkov. To pa ne pomeni, da je odgovornost za skladnost obdelave na 
pooblaščeni osebi, temveč je upravljavec tisti, ki nosi dolžnost glede skladnega delovanja.
166
  
Pooblaščenec za varstvo osebnih podatkov je kontaktna točka za nadzorni organ in 
posameznika. Ima zelo pomembno vlogo glede izvedbe ocene učinkov. Določba 2. Odstavka 
35. člena GDPR natančno določa, da upravljavec pri izvedbi ocene učinka v zvezi z varstvom 
podatkov za mnenje zaprosi pooblaščeno osebo za varstvo podatkov, kjer je ta imenovana. Ta 
pa ima dolžnost svetovanja, kadar je to zahtevano.
167
 Upravljavec pooblaščeno osebo za 
varstvo podatkov prosi za mnenje o vprašanjih glede izvedbe ocene učinka v zvezi z varstvom 
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podatkov, uporabe vrste metodologije pri izvajanju ocene učinka, glede implementacije 
zaščitnih ukrepov za zmanjševanje tveganj za pravice posameznikov in glede skladnosti 
ugotovitev z GDPR.
168
 S tem, ko upravljavec imenuje pooblaščeno osebo za varstvo osebnih 
podatkov si zagotovi strokovnost na tem področju. Tako olajša delo in prihrani morebitne 
denarne kazni, ki bi mu bile naložene v primeru neskladnega delovanja. 
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Z digitalizacijo življenjskih aktivnosti, široko uporabo interneta, pametnih telefonov, 
aplikacij, se je izjemno povečal obseg in pretok podatkov o posameznikih. Splošna uredba o 
varstvu osebnih podatkov je z učinkom neposredne uporabe v državah članicah Evropske 
unije prinesla revolucionarno obdobje prostega pretoka osebnih podatkov in hkrati dvigniti 
raven varstva osebnih podatkov v EU.
169
 Ob tako hitrem tehnološkem napredku in vedno 
novih načinih zbiranja in obdelave osebnih podatkov, je zasebnost in varnost osebnih 
podatkov resnično zaželjena, a hkrati zelo ogrožena dobrina. S sprejetjem in izvajanjem nove 
uredbe so posamezniki bolje seznanjeni o tem, da so osebni podatki dragoceni, ter da se jih ne 
zaupa vsakomur. Posledično lahko potrdim hipotezo, da je ozaveščenost med ljudmi resnično 
večja in da smo kot posamezniki bolj pozorni, kaj z osebnimi podatki delamo.   
Čeprav je ocena učinkov v zvezi z varstvom osebnih podatkov v večini držav članic 
razmeroma nov institut, se je že izkazal kot uporaben in praktičen za analizo in zmanjševanje 
tveganj za pravice posameznikov. Upravljavcem omogoča zanesljivo sistematično reševanje 
morebitnih tveganj, ki jih povzroča obdelava osebnih podatkov. Tako lahko pred začetkom 
obdelave upravljavci sprejmejo ustrezne ukrepe za varstvo osebnih podatkov, saj izvedba 
DPIA pomeni udejanjanje pristopa vgrajene zasebnosti, v skladu s katerim upravljavec že v 
času načrtovanja sprejme tehnične in organizacijske ukrepe. S tem se vzpostavlja trdno 
zaupanje med upravljavcem in posamezniki, katerih osebne podatke se zbira. Posledično tak 
upravljavec uživa večji ugled na trgu. Lahko pritrdim naslednji zastavljeni hipotezi, da ocena 
učinkov predstavlja dobro in temeljno orodje za zmanjševanje tveganj za pravice 
posameznika. V prihodnje bi bilo pomembno poenotiti metodologije za posamezne sektorje, 
ter tako dvigniti raven varstva osebnih podatkov.  Učinkovitost izvedbe ocene učinkov bi se s 
poenotenjem, ki bi se izvedlo po posameznih področjih (finančni, izobraževalni, zdravstveni, 
tržni in javni sektor) še povečala. 
V skladu s pristopom vgrajene zasebnosti upravljavec preventivno sprejme tehnične in 
organizacijske ukrepe za varstvo posameznika. Osnovni elementi vgrajene zasebnosti so 
vključeni v izvedbo ocene učinkov, ki je že sama po sebi preventivne narave. Želja za v 
prihodnje je varna obdelava osebnih podatkov brez tveganj in ne zgolj to zmanjšanje tveganj 
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na ustrezno raven. Zagotovo je institut ocene učinka v zvezi z varstvom osebnih podatkov 
korak k odgovornejšemu odnosu upravljavcev do posameznikov, katerih osebne podatke se 
zbira. 
Upravljavec z izvedbo ocene učinkov učinkovito minimizira tveganja za pravice 
posameznikov, dviguje zavest o pomenu varstva osebnih podatkov pri svojih zaposlenih in 
vzpostavlja transparenten odnos s posamezniki, ki bodo zaupali, da so njihovi podatki 
ustrezno varovani. Upravljavec bo s preventivnim ravnanjem bistveno zmanjševal verjetnost 
nastanka kršitve varstva osebnih podatkov, ter se tako izognil visokim kaznim. Z 
implementacijo ustreznih organizacijskih in tehničnih ukrepov bo upravljavec lahko 
posameznikom zagotovil visoko raven varstva osebnih podatkov, ter tako na dolgi rok 
optimiziral sredstva. Rezultat izvedbe ocene učinkov je dober revizijski dokument, ki mu 
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