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デジタルリポジトリをめぐる動向：
認証基準と国際プロジェクトを中心に
後藤敏行1
著者抄録：デジタル保存を担うリポジトリ （デジタルリポジトリ） の認証基準， およびデジタル保存
の国際プロジェクトの動向を紹介， 分析した。RLG ・NARA合同タスクフォースはデジタルリポジト
リの認証基準を2007年に刊行した。欧米の他のプロジェクトでも認証基準策定の動きが続いている。
欧米の認証基準を参考にする場合， 法律等のわが国固有の事情に留意が必要である。 また， デジタ
ル保存に関する動向として， 複数国の機関が参加した国際レベルの取り組みが注目される。主なも
のにCASPAR， DPE， PLANETS， Alliance for Permanent Accessがある。従来の一国内でのプロジェ
クトが到達できなかった知見にどれだけ迫れるかが注目される。
キーワード：デジタルリポジトリ， リポジトリ， 機関リポジトリ， デジタルアーカイブ， デジタル
アーカイビング， デジタル保存， CASPAR， DPE， PLANETS， Alliance for Permanent Access
Digital repository: Current situation of certification criteria and 
projects
GOTO Toshiyuki1
Author Abstract: This article reviews certification criteria for digital repositories and
international projects on digital preservation. In 2007, the RLG-NARA Digital Repository
Certification Task Force developed certification criteria for digital repositories. Similar
developments have been taking place in Europe and the United States. In applying these
certification criteria to repositories in Japan, circumstances such as Japanese law must be taken into
consideration. Trends toward international projects on digital preservation are noteworthy.
Examples are CASPAR, DPE, PLANETS, Alliance for Permanent Access. Attention has to be paid
to how much progress these projects achieve compared to existing national projects.
Key words:  digital repository, repository, institutional repository, digital archive, digital archiving,
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原稿受理 （2007-10-17） （情報管理　50 (11): 752-764）
1. はじめに：高まるデジタル保存の
必要性
わが国では， 機関リポジト リ注1)を立ち上げ， 研
究成果や教育資料のデジタル形式での収集・公開
に本格的な取り組みを始める研究機関がここ1， 2
年の間で大きく増えた注2)。まだ運用に不慣れな部
分を残しながらも徐々に軌道に乗りつつある， と
いった状況のリポジト リが多いように思われる。
それらの役割のひとつに， 収集したデジタルコ
ンテンツの保存がある。通常， 期限を定めずに恒
久保存することになっており， 研究者個人が自ら
の研究成果を恒久的に （ということは， 自らの死
後も）保存し続けるのはおよそ不可能であるため，
これはコンテンツの無料公開と並んで， 機関リポ
ジト リの売りのひとつであるといえる。
ところが， デジタル情報を利用可能な状態で恒
久的に （というこ とは， 数十年， 数百年， それ以
上というスパンで） 保存するためには， 単にハー
ドディスク等に保管していればよいわけではない。
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753記憶媒体の物理的な寿命やプラッ トフォームの陳
腐化 （情報へのアクセスに必要なハードウェア，
ソフトウェアが古くなり， 現行のシステム上で動
作できなくなってしまうという問題）への対策や，
情報の恒久保存のために必要なメタデータ （例え
ばファイルフォーマットや利用環境に関する情報，
あるいは情報の作成者や権利者に関する情報） 注3)
の付与等が必要になる。
こうした事情から， 今後わが国の研究機関， と
りわけリポジト リ担当者の間で，デジタル保存（デ
ジタル情報を利用可能な状態で恒久的に保存しよ
うとすることを， 以下本稿では， このようにデジ
タル保存と呼ぶ） はますます大きな関心事になる
だろう。本稿では， 多岐にわたるその論点の中か
ら， デジタル保存を担う リポジト リの認証基準，
および国際プロジェク トに関する最近の動向を取
りあげて紹介， 解説する。
デジタル保存を担うリポジト リのことをデジタ
ルリポジト リ （digital repository） と呼ぶこ とがで
きる。個々の機関リポジト リのほか， 例えば， 電
子ジャーナルの保存に取り組んでいるオランダ国
立図書館， 米国のPortico等が挙げられる注4)。デジ
タルリポジト リに関する最近の注目すべき文献と
して， OCLC （Online Computer Library Center） と米
国研究図書館センター （C e n t e r  f o r  R e s e a r c h
Libraries. 以下CRL）のTrustworthy Repositories Audit
& Certification: Criteria and Checklist （ 『信頼に足る
リポジト リの監査と認証：基準， チェックリスト』
以下 『チェックリスト』） 注5)など， デジタルリポジ
ト リの認証基準を定めた報告書が複数発表されて
いる。 また， デジタル保存， デジタルリポジト リ
のプロジェク トは国家レベルのものがこれまで注
目されてきたが， 最近はそれに加え， 複数国の機
関が参加して国際レベルの取り組みを行っている，
という傾向も見逃せない。本稿は， そうした文献
やプロジェクトの動向を整理するものである。
2. デジタルリポジトリの認証基準：
『チェックリスト』を中心に
2.1 先行文献
まず， そもそもなぜデジタルリポジト リが必要
なのか， また， なぜデジタルリポジト リの認証基
準が必要なのか， と いう点を確かめるために，
『チェックリスト』 の先行文献を見ていきたい。そ
れらはデジタル保存に取り組もうとする者にとっ
て必読であるが， わが国では現在まで， あま り詳
しい紹介がなかった。 このことからも， 本稿で解
説しておく意義があると思われる。
（1）なぜデジタルリポジトリが必要なのか？
Preserving Digital Information: Report of the Task
Force on Archiving of Digital Information （1996年。以
下 『96年報告書』） 注6)は， 米国保存・アクセス委員
会 （Commission on Preservation and Access。現CLIR
（Council on Library and Information Resources）） と研
究図書館グループ （Research Libraries Group。以下
RLG） による， デジタルアーカイビングに関する
合同タスクフォースの最終報告書である。デジタ
ル保存に関する問題点を分析し， それらの解決に
向けた提言を行うことをねらいとしている。多く
の後続文献， プロジェク トに影響を与えており，
当該分野で古典の位置にあるといってよい。
本報告書は， デジタル保存の体制に関しては以
下の点が原則となる と分析し， それらの中で， 情
報の作成・提供者側が保存の機能を果たさない場
合のフェイルセーフとして， デジタルリポジト リ
の必要性を述べている。
・ デジタル情報の喪失防止の責任を最初に担う
のは， 情報の作成者自身やプロバイダ， 所有
者である （デジタル情報を長期的に保存する
ことによって， 再利用や再販売が可能になる
ため， 彼らにはインセンティブもある）。
・ しかし， 作成者， プロバイダ， 所有者の側に
は， ビジネスプランの変更や倒産などの可能
性もある。 また， 市場原理の下では長期的な
公益に顧慮が払われず， 短期的な視点で情報
の価値が評価される傾向があるため， 彼らが
保存の責任を必ず引き受ける とも限らない。
そのため， そのような場合にフェイルセーフ
の役割を担う， デジタルリポジト リ注7)が設立
されなければならない。
・ 将来の学術研究に資するほどの規模でデジタ
ル保存を実現するには， デジタルリポジト リ
は十分な数存在し， 分散型の保存体制を構築
していることが不可欠である。
・ デジタルリポジト リの認証プロセス （process
of certification） がデジタル保存への信頼確立
のために必要である。 フェイルセーフの役割
を担うデジタルリポジト リは， その認証プロ
セスに適合するものでなければならない。
これらはいずれも興味深いが， 本稿では最後に
挙がった認証プロセスの必要性に議論を絞る。そ
れは後続研究でも指摘され， 『チェックリスト』 等
の発表につながっていく。
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のか？
Trusted Digital Repositories: Attributes and
Responsibilities （2002年） 注8)は， OAIS参照モデル注9)
に準拠した信頼できるデジタルリポジトリ （trusted
digital repository） に関するRLG， OCLC合同ワーキ
ンググループの最終報告書である。本報告書は， デ
ジタルリポジトリが備えるべき特性や責務の枠組み
を分析し， 信頼できるデジタルリポジトリを 「管理
されたデジタル資源への確実かつ長期のアクセス
を， 現在および将来にわたり指定コミュニティ注10)
に提供することをミッションとするデジタルリポジ
ト リ注11)」 と定義した。その上で， あるデジタルリ
ポジトリが上の定義を満たすかどうかを判断するた
めの， さらに詳細な認証基準の必要性を次のように
論じた。
リポジト リが通常業務を通じて利用者の信頼を
得ようとすれば， 長い時間を要する。 しかし， 既
存の大量のデジタル資料の保存を担うサービスが
緊急に必要とされているのが実情であり， 時間の
経過を待っているわけにはいかない。そのため，
認証プログラム（program for certification）を開発し，
リポジト リの信頼性を時間によるのではなく， そ
のプログラムが定める基準に適合するかどうかに
よって判断できるようにするべきである。
こうした提言を受けて2003年， RLGと米国国立
公文書館（United States National Archives and Records
Administration。以下NARA） は合同タスクフォース
を設立し， 学術機関リポジト リや国立図書館， そ
の他の第三者機関等に適用可能な， デジタルリポ
ジト リの認証基準策定への取り組みを開始した。
タスクフォースはまず2005年にAn Audit Checklist
for the Certification of Trusted Digital Repositories注12)
を起草し， パブリ ックコメントを募集する。それ
を経て2007年2月に発表されたのが 『チェックリス
ト』 である。
2.2 『チェックリスト』の内容
本報告書の原題はTrustworthy Repositories Audit
& Certification: Criteria and Checklistである。上で述
べたRLG ・ NARA合同タスクフォースが作成し，
OCLCとCRLが共同で刊行した。
中身は， デジタル保存の種々のプロジェク トの
経験者から成るRLG ・ NARA合同タスクフォース
が， 欧米の識者や諸機関の提案をも取り入れ， 現
状での最善の事例や見解に基づいて作り上げたも
のである， とされている。デジタルリポジト リが
信頼に足る （trustworthy） と判断されるためには，
技術的な要件だけでなくスタッフや財政等の組織
基盤も含めてデジタル保存のシステム全体を管理
すること，ハードウェアやソフトウェアの陳腐化，
人的操作ミス， 自然災害， 財政破綻等のリスクに
対処すること， 社会に対する透明性を確保するこ
と， などに継続的に取り組むことが必要であると
した上で， 信頼に足るリポジト リの基準を合計84
項目定めている。それらは表1～3のようにまとめ
ることができる （表1～3の中には， 単なる直訳で
はなく，意を汲んで敷衍
ふ え ん
した項目もある。また，［　］
は筆者の補足説明である）。デジタルリポジト リの
監査認証をはじめ， 以下のような種々の用途に役
立つ内容になっている。
・既存のデジタルリポジト リの監査認証
・新たなリポジト リ構築のための指針
・リポジト リ運営機関自身が行う内部評価や分析
・デジタル保存を外注しよう とする際の， 外注
先の評価
・ リポジト リの利用者へのデジタルリポジト リ
の役割の説明
今後， 本報告書が定める基準を国際標準規格に
高め る た め， 国際標準化機構 （In te r na t i ona l
Organization for Standardization, ISO） の標準化プロ
セスが行われる予定である。
2.3 その他の認証基準
『チェックリスト』のほかにもデジタルリポジト
リの認証基準を定める動きが相次いでいる。例え
ば， ドイツのnestor注13)による 「信頼できるリポジ
ト リの認証に関するワーキンググループ」（Working
Group on Trusted Repositories Certification） は
Catalogue of Criteria for Trusted Digital Repositories
（Version1, draft for public comment）注14)を2006年12月
に刊行した。『チェックリスト』 と同様， デジタル
リポジト リの評価基準を定めたものである。また，
英国DCC注15)とDPE （本稿3.1 （2） 参照） は合同で
Digital Repository Audit Method Based on Risk
Assessment （Version1.0, Draft for Public Testing &
Comment注16)。通称：DRAMBORA） を2007年2月に
発表した。デジタルリポジト リの要件をリスクア
セスメントの観点から述べている。両者は本稿執
筆時点 （2007年9月） では草案の段階にある。今後，
寄せられたパブリックコメントを基に， 完成度を
さらに高めることになっている。
さらに， nestor， DCC， DPE， およびCRLは， 2007
年1月， 「デジタルアーカイブの主要な要件」 （Core
デジタルリポジト リをめぐる動向：認証基準と国際プロジェクトを中心に
755Requirements for Digital Archives） 注17)という， デジ
タルリポジト リに必要とされる10の基本的特性の
一覧を共同で発表した。詳細なチェックリスト と
いうよ りは各団体が合意した原則であり， 上の各
文献よりも簡潔なものであるが， デジタルリポジ
ト リの構築や評価の際， 参考になるものになって
いる。
表1　組織基盤（参考文献8) p.9-20を基に作成）
A. 組織基盤
A1. ガバナンスと組織の存続性
A1.1 デジタル情報の長期的な保有，管理，アクセスへの責務を示したミッションステートメントを有すること。
A1.2 リポジトリの運用停止や親機関の大幅な方針変更に備え，適切かつ公式の事業承継計画，危機管理計画，ならび
に第三者預託に関する取り決めを有すること。
A2. 組織構造と人材の配置
A2.1 果たすべき責務を明確化しており，責務を果たすために十分なスキルと経験を備えたスタッフを任命しているこ
と。
A2.2 すべての機能およびサービスを支援するために，適切な数のスタッフを有すること。
A2.3 スタッフに能力開発の機会を与える，専門的能力開発プログラムを実施していること。
A3. 手続きに関する説明責任と方針の枠組み
A3.1 自らの指定コミュニティ注10)および関連する知識ベース［Knowledge Base。OAIS参照モデルの用語で，ある情
報を理解するために必要な情報］を定義していること。かつ，リポジトリの保存サービスの要件がどのように満たさ
れるかを明示するための，公的にアクセス可能な定義と方針を有すること。
A3.2 手続きや方針を実行していること。かつ，リポジトリやテクノロジー，コミュニティの発展に応じて手続きや方
針を見直し，改訂するための機構を備えていること。
A3.3 デジタルコンテンツを長期間保存するのに必要な法的許諾の性質を明示する，明文化された方針を保持するこ
と。かつ，それらの許諾が得られたことを必要に応じて証明できること。
A3.4 テクノロジーの発展や様変わりする要求への対応性を確保するため，公式かつ定期的な見直しや評価に取り組む
こと。
A3.5 情報の作成者や利用者からのフィードバックを長期にわたり求め，対処するための方針や手続きを有すること。
A3.6 運用や手続き，ソフトウェア・ハードウェアの変更の履歴を文書で残すこと。かつ，必要に応じて，履歴を適切
な保存戦略と結びつけ，デジタルコンテンツの保存への影響の可能性を記述すること。
A3.7 自らの運用と管理を支援するすべての活動（特に，デジタル情報の長期保存に影響を与える活動）において，透
明性と説明責任を果たすこと。
A3.8 要求に応じて，情報の完全性の尺度を定義，収集，追跡し，提供すること。
A3.9 自己評価および認証を定期的に計画すること。かつ，認証を得た場合でも，その状態を変更または無効にしうる
運用上の変化が生じた場合，それを認証機関に通知すること。
A4. 財政的持続性
A4.1 リポジトリを維持するための短・長期のビジネスプランを有すること。
A4.2 ビジネスプランの見直し・調整のためのプロセスを，少なくとも年に1回は設けること。
A4.3 リポジトリの財政に関する行為や手続きが透明であり，関連する会計基準や会計慣行を遵守していること。かつ，
リポジトリが属する地域の法的必要条件に合致した第三者機関の監査を受けること。
A4.4 リスク，収益，投資，および支出（それらには資産，ライセンス，負債が含まれる）の分析と報告を継続的に実
施すること。
A4.5 財政を管理し，収支の不均衡を是正すること。
A5. 契約，ライセンス，および法的責任
A5.1 他の組織に代わってリポジトリがデジタル資料の管理，保存，アクセス提供を行う場合，適切な預託契約を用意
し，保持すること。
A5.2 預託契約は，保存に関する必要なすべての権利を明記し，リポジトリへ譲渡するものであること。かつ，譲渡さ
れた権利は文書で記録されること。
A5.3 受け入れ，メンテナンス，アクセス，預託の中止について，適切なあらゆる側面を預託者や他の関係者との契約
書に明記していること。
A5.4 リポジトリは，預託契約やライセンスが定めるコンテンツの利用に関する制限，および知的財産権を記録・管理
すること。
A5.5 所有者や権利者が不明なデジタルコンテンツを受け入れる場合，諸権利に関する法的義務や課題に対応するため
の方針が用意されていること。
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表2　デジタルオブジェクトの管理（参考文献8) p.21-42を基に作成）
B. デジタルオブジェクトの管理
B1. コンテンツの受け入れ
B1.1 デジタルオブジェクトのどの特性を保存するのかを決定すること。
B1.2 預託の際にデジタル資料に付随するべき情報を明示すること。
B1.3 全資料の出所を証明する機構を備えていること。
B1.4 リポジトリの受け入れプロセスにおいて，提出された個々のオブジェクト［SIP。OAIS参照モデルの用語で，
Submitted Information Packageの略語。情報の作成者がリポジトリに提出する］がB1.2で明示されたとおりの完全
性と正確性を有しているか，検査すること。
B1.5 デジタルオブジェクトを保存するのに十分な物的管理権を得ること。
B1.6 受け入れプロセスの間，所定の時点で適切な対応をデジタル情報の作成者や預託者に行うこと。
B1.7 提出されたデータオブジェクト（SIP）のコンテンツを保存する責任をいつ正式に引き受けたかを，証明できる
こと。
B1.8 保存に関する活動や管理のプロセスを時を置かずに記録すること。
B2. 保存可能なパッケージの作成
B2.1 リポジトリが保存する個々のAIP［OAIS参照モデルの用語で，Archival Information Packageの略語。情報作成
者が提出するSIPから作成する，リポジトリが保存するための情報パッケージ。本来の保存対象であるコンテンツと
そのメタデータで構成される］や情報クラスについて，識別可能で明文化された定義を有すること。
B2.2 個々のAIP（またはクラス）について，長期保存のニーズに合致する定義を有すること。
B2.3 SIPからAIPがどのように構築されるかについて，説明書を有すること。
B2.4 提出されたすべてのオブジェクト（SIP）が最終的な保存用オブジェクト（AIP）（の一部）として受理された
こと，あるいは削除されたことを，記録に基づいて証明できること。
B2.5 リポジトリは，すべての保存用オブジェクト（AIP）に対して，明快で永続的，かつ固有の識別子を与える命名
規則を使用していること。
B2.6 受け入れ以前から固有の識別子がSIPに付与されている場合，その後作成される保存用オブジェクト（AIP）と
の対応関係とともに，その識別子を保存すること。
B2.7 受け入れたデジタルオブジェクトに関する，信頼できるメタデータを確認するためのツール，リソース（例え
ば，ファイルフォーマットに関する国際的なレジストリ）があることを示すことができること。
B2.8 受け入れたオブジェクトの表現情報［Representation Information。OAIS参照モデルの用語で，データオブジェ
クトと有意味な概念を対応付ける情報。例えば，ビット列（データオブジェクト）と有意味な記号を対応付けるASCII
や，英字の羅列を有意味な英文として理解するのに必要な辞書や文法書］を記録すること。
B2.9 保存のためのメタデータ［PDI, Preservation Description Information。PDIはOAISの用語で，保存記述情報と
訳すことができる。あるコンテンツを保存する上で必要なメタデータ。例えば，コンテンツのファイルフォーマット
や利用環境，マイグレーションを行った記録，等］を入手すること。
B2.10 情報内容の理解性のテスト，および理解性を所定のレベルにまで向上させることに関する，文書化された手続
きを有すること。
B2.11 AIPの作成時点で，その完全性と正確性を検査すること。
B2.12 リポジトリのコレクションやコンテンツの完全性を監査するための，自立的な機構を備えていること。
B2.13 AIPの作成に関する活動や管理のプロセスを時を置かずに記録すること。
B3. 保存の計画
B3.1保存戦略を文書化していること。
B3.2 表現情報（フォーマットに関する情報を含む）の陳腐化を観察し，報告する機構を備えていること。
B3.3 種々の観察に基づき，自らの保存計画を変更できる機構を備えていること。
B3.4 保存計画の有効性の根拠を提示できること。
B4. 保存用ストレージとAIPの保存，メンテナンス
B4.1 保存戦略を文書化していること。
B4.2 保存用オブジェクト（AIP）のストレージやマイグレーションの戦略を実行すること。
B4.3 保存用オブジェクト（AIP）の内容情報を保存すること［内容情報とはContents Informationの訳語で，OAIS参
照モデルの用語。保存の本来の対象のこと。この B4.3は，受け入れたデジタルオブジェクトにマイグレーション等
を行った後も，受け入れた当初の内容情報を失ってはならない，という趣旨］。
B4.4 積極的に保存用オブジェクト（AIP）の完全性を管理すること。
B4.5 ストレージに関する活動や管理のプロセスを時を置かずに記録すること。
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表2　デジタルオブジェクトの管理　つづき
B. デジタルオブジェクトの管理
B5. 情報管理
B5.1 関心のある資料を指定コミュニティが発見，識別するために最低限必要なメタデータを明示すること。
B5.2 最小限の記述メタデータ［descriptive metadata。情報の識別のための情報］を収集または作成すること。かつ，そ
れらを保存用オブジェクト（AIP）に対応させること。
B5.3 すべての保存用オブジェクト（AIP）と記述メタデータの間に参照整合性［参照整合性とは，主にデータベースの
分野で用いられる用語で，レコードの入力や削除を行ってもテーブル間の関係が維持されるようにするための規則］が
あることを証明できること。
B5.4 すべての保存用オブジェクト（AIP）と記述メタデータの間の参照整合性が維持されていることを証明できること。
B6. アクセス管理
B6.1 アクセスや配信に関する情報を指定コミュニティに伝達すること。
B6.2 リポジトリおよび情報作成者，預託者の要求に合致するすべてのアクセス（要求や命令等）を記録するための方針
を実行していること。
B6.3 アクセスの条件についての協定が遵守されることを保証すること。
B6.4 アクセスに関する方針（認証のルールや要件）を文書化して実行していること。
B6.5 リポジトリのアクセス管理システムが，アクセスに関するリポジトリの方針を完全に履行していること。
B6.6 アクセス管理の不具合をすべて記録すること。かつ，スタッフは不適切な「アクセス拒否」を精査すること。
B6.7 要求されたデジタルオブジェクト［DIP。OAIS参照モデルの用語で，Dissemination Information Packageの略語。
AIPから作成される情報パッケージで，利用者が受け取る］を作成するプロセスの完了を証明できること。
B6.8 要求されたデジタルオブジェクト（DIP）を作成するプロセスに誤りがないことを証明できること。
B6.9 すべてのアクセス要求に対して承認または拒否のいずれかの対応をしたことを証明できること。
B6.10 オリジナルまたはオリジナルに由来するオブジェクトの真正なコピーを配信できること。
表3　技術，技術基盤，セキュリティ（参考文献8) p.43-49を基に作成）
C. 技術，技術基盤，セキュリティ
C1. システム基盤
C1.1 リポジトリは，よくサポートされたOSや基盤ソフトウェア上で機能すること。
C1.2 リポジトリのサービスやデータ（アクセス管理に関するメタデータやリポジトリの主コンテンツ等）のバックアッ
プのための，ハードウェア，ソフトウェアに対する適切なサポートを有すること。
C1.3 すべてのデジタルオブジェクトのコピーの数と記憶位置を管理すること。
C1.4 デジタルオブジェクトのコピーが同期する［同期 synchronizationとはこの場合，同じデータを複数の場所に保存
しているときに，1か所でデータが更新されると他で保存されているデータにも変更が自動的に反映され，常に同一性
が保持されるソフトウェアの機能のこと。IT用語辞典e-Words．http://e-words.jp/，（accessed 2007-09-09）］機構を備
えていること。
C1.5 ビットの破損や喪失を発見する有効な機構を備えていること。
C1.6 データの破損や喪失，およびそれらの修復や更新を，すべて管理機関に報告すること。
C1.7 保存用メディアやハードウェアの変更（リフレッシュやマイグレーション）のための明確なプロセスを有すること。
C1.8 自らの責任を果たすための能力に影響を与えうる重大なプロセスの変更を発見する，変化管理プロセスを文書化
していること。
C1.9 システムの重大な変更の影響を分析するプロセスを有すること。
C1.10 リスク便益分析に基づき，新たなソフトウェアセキュリティに対応するプロセスを有すること。
C2. 適正技術
C2.1 指定コミュニティへのサービスのために適当なハードウェア技術を有すること。かつ，ハードウェア技術の変更
が必要な時期を把握する手続きを有すること。
C2.2 指定コミュニティへのサービスのために適当なソフトウェア技術を有すること。かつ，ソフトウェア技術の変更
が必要な時期を把握する手続きを有すること。
C3. セキュリティ
C3.1 データ，システム，職員，施設，安全要求等のファクターの組織的な分析を継続して行うこと。
C3.2 所定の個々の安全要求に適切に対応するための管理を実施していること。
C3.3 リポジトリのスタッフが，システム内部の変更に関する役割や責任，権限を理解していること。
C3.4 適切かつ文書化した災害対策および復旧計画を有すること。それらには，保存するすべての情報を，復旧計画の
コピーと一緒にリポジトリの敷地外で最低1部バックアップしておくことが含まれる。
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ヨーロッパの動きを中心に
続いて， デジタル保存やデジタルリポジト リの
プロジェク トに関する動向について述べたい。従
来は，米国のNDIIPP注18)，英国のJISCによるプロジェ
クト注19)等，国家レベルのものが注目されることが
多かった。だが最近はそれらに加え， デジタル保
存に必要な技術開発や種々の勧告策定， 意識向上
の取り組みは一国内で行える範囲を超えていると
いう認識の下， 複数国の機関が参加して国際レベ
ルの取り組みを行っている。特にヨーロッパでそ
うした動きが目立つ。以下， 主なものについて整
理する。
3.1 欧州連合の取り組み：CASPAR，DPE，
PLANETS
欧州連合 （英語名称： European Union。以下EU）
が第6次フレームワークプログラム （The  S ix th
Framework Programme） 注20)の一環として， デジタ
ル保存の3つの時限プロジェクト （2006-2009年） に
出資している。
（1） CASPAR （Cultural, Artistic and Scientific 
knowledge for Preservation, Access and Retrieval）注21)
総予算は約1,600万ユーロ （25.6億円注22)）。科学
的， 芸術的， および文化的なデジタル情報の保存
のためのインフラストラクチャをヨーロッパ規模
で形成することを目標にして， 以下の活動に取り
組んでいる。
・ OAIS参照モデルの実装， 拡張， および検証
・ メタデータの収集技術の向上
・ コンピューティングシステムやストレージシ
ステム， および利用者集団の変遷に対してデ
ジタル資源の長期保存を支援する，仮想化サー
ビスの設計
・デジタル権利の管理， 認証， 認定を統合して
CASPARの標準機能とする
・保存しているデジタル資源へのアクセスおよ
び利用（クエリやブラウジング機能等） に関す
る研究
・複数のユーザコミュニティにまたがるデジタ
ル資源の保存に対するアプローチの妥当性を
実証するための， ケーススタディの実施
・デジタル保存に関する標準策定への貢献
・ユーザコミュニティにおけるデジタル保存に
対する意識の向上。および， よ り多様なシステ
ムやサービスが登場することの促進
上に述べたように， CASPARが保存しよう とす
るデジタル資源は科学， 芸術， 文化の各方面にわ
たっている。そのため， CASPARには各分野から計
17機関・団体がコンソーシアムを形成して参加し
（表4参照） ， 科学， 芸術， 文化それぞれのテスト
ベッド注23)を構築してプロジェク トに取り組んで
いる。全体のコーディネーターは英国科学技術施
設研究会議 （Science and Technology Facilities
Council） 注24)が務めている。
なお， セマンティ ックウェブ （Semantic Web） 注
25)の技術を利用し， CASPARのインフラス トラク
チャ自体を長期保存可能なものにする計画である。
また， CASPAR自体が終了した後もデジタル資源
の保存を継続して保証するために， CASPARの成
果を欧州宇宙機関注26)，ユネスコ等に取り入れるこ
とを計画している。
（2）DPE （DigitalPreservationEurope）注27)
ヨーロッパの学術， 文化， 行政の各機関， なら
びに産業セクター間でのデジタル保存に関する専
門的知識の共有促進を目的とするプロジェク ト。
同じく複数セクター間の連携協力の促進に取り組
んだ， ERPANET注28)の後継プロジェクト と位置づ
けられている。総予算は約145万ユーロ （2.3億円）。
以下を活動目標にしており， EU加盟国から計9
機関・団体が参加している （表4参照）。
1. 組織間の積極的協働，およびデジタルオブジェ
ク トの保存における研究成果， 経験の交換や普及
のためのプラッ トフォームの創成
・ ヨーロッパでの多様な文化・科学財保護活動
における， デジタルオブジェク トの保存に関
する情報の同定・普及
・異なる組織の研究者間で活動内容が重複する
のを回避すること， および知識・技術を集積，
共有することへの貢献
・保存に関する協働のアプローチを促進するた
めの， 研究団体と実務団体の仲介
・デジタル保存の研究， 標準開発の促進
2. 保存サービスの普及， および実行可能性とア
カウンタビリティの増進
・ コンテンツ管理・配信サービスを開発する際
に必須であるデジタルリポジト リの監査・認
証，およびリポジトリ同士の連合のための，ヨー
ロッパ規模のアプローチ開発の支援
・新世代のソフ トウェアに対して， 情報通信企
業やソフトウェア開発業者が保存への配慮を
行うことを促進
・利用可能な製品開発を研究課題とし， 産業セ
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表4　CASPAR，DPE，PLANETS，および永続的なアクセスのためのアライアンスの参加機関一覧
プロジェクト名
国名・機関名
CASPAR DPE PLANETS
永続的なアク
セスのための
アライアンス
イスラエル
IBMハイファ研究所 ○
イタリア
アセマンティクス社（Asemantics S.r.l.） ○
アドバンストコンピュータシステムズ社（Advanced Computer Systems S.p.A.） ○
イタリア全国研究会議情報科学技術研究所（Consiglio Nazionale delle Ricerche
Istituto della Scienza e delle Tecnologie della Informazione） ○
イタリア文化財・文化活動省（Ministero per i Beni e le Attivita Culturali） ○
ウルビノ大学公文書・図書保存研究所（Universita di Urbino, Istituto di studi per
la tutela dei beni archivistici e librari） ○
エンジニアリング・インジェンニェリーア・インフォルマーティカ社
（Engineering Ingegneria Informatica S.p.A.） ○
欧州宇宙機関地球観測センター（European Space Agency, ESRIN） ○
デジタルルネサンス財団（Fondazione Rinascimento Digitale） ○
ヘラス研究・技術基金（Foundation for Research and Technology - Hellas） ○
メタウェア社（Metaware S.p.A.） ○
英国
英国科学技術施設研究会議（Science and Technology Facilities Council） ○ ○
英国国立公文書館（The National Archives） ○
英国情報システム合同委員会（Joint Information Systems Committee） ○
英国デジタル保存連合（Digital Preservation Coalition） ○
英国図書館（The British Library） ○ ○
グラスゴー大学人文系高等技術・情報研究所（Humanities Advanced Technology
and Information Institute, University of Glasgow） ○ ○ ○
テセラサポートサービス社（Tessella Support Services） ○
リーズ大学学際音楽研究センター（University of Leeds, Interdisciplinary Centre
for Scientific Research in Music） ○
オーストリア
ウィーン工科大学（Technische Universität Wien） ○ ○
オーストリア国立図書館（Österreichische Nationalbibliothek） ○
オーストリアリサーチセンター（Austrian Research Centers） ○
オランダ
オランダ IBM社（IBM Nederland） ○
オランダ国立公文書館（Het Nationaal Archief） ○ ○
オランダ国立デジタル保存連合（Nationale Coalitie Digitale Duurzaamheid） ○
オランダ国立図書館（Koninklijke Bibliotheek） ○ ○
スイス
スイス連邦公文書館（Schweizerisches Bundesarchiv） ○
スウェーデン
スウェーデン国立公文書館（Statens arkiv） ○
チェコ
アートおよびニューテクノロジー国際センタ （ーInternational Centre for Art and
New Technologies） ○
チェコ国立図書館（Narodni knihovna Cv eské republiky） ○
デンマーク
州立・大学図書館（Statsbiblioteket） ○ ○
デンマーク王立図書館（Det Kongelige Bibliotek） ○
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3. デジタル保存に関する意識， 技術， リソース
の向上
・ ヨーロッパの公共・民間セクターが保存活動
を行うためのガイ ドラインや手法， ツールの
策定に向けた， 主要問題の調査
・研修セミナーをこれまでの最優良事例に基づ
きながら開催する。かつ， 以降の実務者研修や
スタッフ教育の取り組みをどのように行うべ
きか見極める
なお， DPEは実務家と研究者間のコミュニケー
ションや知識交換， さらには能力開発やイ ノベー
ションの促進を目的として，「デジタル保存交換プ
ログラム （Digital Preservation Exchange Programme
（DPEX））」 を行っている。期間は2週間から最長3
か月間と定められており，4週間という期間で実施
するプログラムが一番多いとのことである。
（3）PLANETS（Preservation and Long-term 
Access through Networked Services）注29)
ヨーロッパの国立図書館， 公文書館， 研究機関，
およびテクノロジー企業が協働し， デジタル形式
の文化知識， 科学知識の保存に取り組むためのプ
ロジェクト。EU加盟国・非加盟国双方から計16の
機関・団体が参加している （表4参照） 。総予算は
約1,400万ユーロ （22億円） に上っている。
PLANETSは，電子文書を喪失した場合にEUの諸
機関が被る被害は年間30億ユーロ （4,800億円） に
上ると概算しており， デジタル保存への対策とし
て以下の事項に取り組んでいる。
・デジタル保存の計画を各組織が立案， 実行， 評
表4　CASPAR，DPE，PLANETS，および永続的なアクセスのためのアライアンスの参加機関一覧　つづき
プロジェクト名
国名・機関名
CASPAR DPE PLANETS
永続的なアク
セスのための
アライアンス
ドイツ
ケルン大学（Universität zu Köln） ○
ドイツ国立図書館（Deutsche Nationalbibliothek） ○
フェルン大学（FernUniversität Hagen） ○
フライブルク大学（Albert-Ludwigs-Universität Freiburg） ○
マクスプランク社（Max Planck Gesellschaft） ○
NESTOR（Network of Expertise in Long-Term Storage and Long-Term
availability of Digital Resources in Germany） ○
フランス
音響・音楽研究所（Institut de Recherche et  Coordination Acoustique/Musique） ○
国立オーディオビジュアル研究所（Institut National de l’ Audiovisuel） ○
国立科学研究センター（Centre National de la Recherche Scientifique） ○
国立高等教育情報センター（Centre Informatique National de l’Enseignement
Superieur） ○
デジタル情報の永続化に関するフォーラム（Perennisation des Informations
Numeriques） ○
フランス国立宇宙研究センター（Centre National d'Etudes Spatiales） ○
リトアニア
ビリニュス大学コミュニケーション学部（Vilniaus universiteto Komunikacijos
fakultetas） ○
その他（国際機関等）
欧州宇宙機関（European Space Agency） ○
欧州科学財団（The European Science Foundation） ○
欧州原子核研究機構（CERN） ○
国際 STM 出版社協会（International Association of Scientific, Technical and
Medical Publishers） ○
マイクロソフトリサーチ社（Microsoft Research） ○
ユネスコ（United Nations Educational, Scientific and Cultural Organization） ○
デジタルリポジト リをめぐる動向：認証基準と国際プロジェクトを中心に
761価するための， 保存計画策定支援サービスの
開発
・デジタルオブジェクトの特徴解析の手法やツー
ル， サービスの開発
・保存活動を支援する既存のツール， サービス
の評価・統合， および新たなツールの実装に基
づく， 革新的なソリューションの開発
・保存用のプロトコルやツール， サービス， なら
びに保存計画の客観的評価基準を入手するた
めの， テストベッドの構築
・分散型のサービスネッ トワークにおいてツー
ルやサービスをシームレス注30)に統合する， 相
互運用の枠組みの実現
・商用ツールやサービスプロバイダ， ユーザコ
ミュニティにPLANETSの成果をできるだけ浸
透させるための， 普及活動の実施
なお， CASPAR， DPE， PLANETSはそれぞれ独立
のプロジェク トであるが， デジタル保存に関する
問題や取り組みを紹介， 議論するための年次大会
を共同開催している注31)。 また， wePreserve注32)と
いう名の協働活動を展開し， 以下に取り組んでも
いる。
・共通のサービス， 各種イベントのカレンダー，
その他情報の発信のための， Web プラッ ト
フォームの開発
・研究・教育活動， そのほかイベントやプログラ
ムでの協働
・各種出版物の配信や， それらの可視性を確保
するためのメカニズム （例えば， OAI-PMH注33)
のようなメカニズム） のサポート
・四半期に1度， 協働の拡大を検討
3.2 永続的なアクセスのためのアライアンス
（Alliance for Permanent Access）注34)
デジタル形式の科学情報（研究データや出版物）
への永続的なアクセスのための， 持続可能な組織
的インフラストラクチャのビジョンとフレームワー
クの共有を目的に設立された連合。オランダ国立
図書館の主導で設けられた 「永続的なアクセスの
ための欧州タスクフォース （European Task Force
Permanent Access） 」 が科学界， 図書館界， 出版界
の連合立ち上げを勧告したことを受け， 2007年に
設立された。参加機関は， ヨーロッパ各国の主要
な科学研究担当機関が結集しているといってよい
（表4参照。なお， 2008年以降は， アライアンスの
運営に直接参加する 「メンバー」 とアライアンス
のワーキンググループへの参加や助言等を行う「戦
略提携機関」 の2種類の参加形態を設け， 活動を拡
大する予定である）。
アライアンスは， デジタルリポジト リのインフ
ラストラクチャは科学コミュニティごとに （例え
ば， 素粒子物理学や天文学， ライフサイエンス， 社
会科学， ごとに） 異なる， という前提に立ってお
り， 個々のコミュニティが各々のインフラストラ
クチャを構築することを支援しようとしている（同
時に， 各インフラストラクチャが一定の技術標準
を採用することによって， リポジト リ間の相互運
用性を確保することも目指している）。また， 活動
方針に以下の4点を挙げている。
・ ヨーロッパにおける永続的な情報インフラス
トラクチャの連携と強化
・組織同士の協働や関係の構築
・加盟機関の見解を代表して主張する
・ アライアンスの影響力や規模の段階的な拡大
アライアンスは米国のNDIIPPとの関係構築も視
野に入れており， 参加機関や活動範囲がどこまで
拡大するか， 今後の展開が注目される。
4. おわりに
デジタルリポジト リの認証基準， および国際プ
ロジェク トの動向をここまで整理してきた。本稿
2.でみた 『チェックリスト』 や他の文献は， 先行文
献が必要性を指摘していた待望の研究成果である
が， 発表されてまだ日が浅い。今後， 米国ではCRL
が， 英国ではDCCがデジタルリポジト リの監査認
証を実際に行う予定になっている。そうした実務
を通じて， デジタルリポジト リだけでなく， 各文
献の改善すべき点も明らかになるかもしれない。
デジタルリポジト リの監査認証に関する今後の動
向を見守る必要がありそうである。
『チェックリスト』 等は， わが国でデジタルリポ
ジト リを評価しようとする際も参考にできると思
われる。ただしその場合， 上のように各文献は実
務に適用された例がまだ少ないことや，「認証は地
理的， 政治的な背景を考慮して実施されなければ
ならない」 注35)と 『チェックリスト』 で述べられて
いるように， 例えばわが国の法律， デジタルリポ
ジト リの規模といった事情を勘案する必要がある
こと， に留意して活用するべきだろう。
本稿3.で見た国際プロジェクトに関しては，ミ ッ
ションや活動のスケールの大きさは特筆に値する
が， やはり立ち上がって間もないため， 具体的な
個々の成果を評価する段階にはない。複数国の機
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762関が協働することで， 従来の一国内でのプロジェ
クトが到達できなかった知見にどれだけ迫れるか，
という点に着目しながら今後の展開を追いたい。
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本文の注
注1) 機関リポジトリ （institutional repository） とは， 「機
関のコミュニティの知的な生産物を保存し， アク
セスを提供するデジタルコレクション」 （参考文献
1)， p.5）。大学等の研究機関が設置する機関リポジ
ト リは， わが国では 「学術機関リポジト リ」 「学術
情報リポジト リ」 等とも呼ばれている。詳しくは，
参考文献2),3)を参照。
注2) 筆者が参考文献 3) を執筆した当時， 国内の大学によ
る機関リポジト リは1例だけであったが， 2007年9
月現在， オープンアクセスに関する記事を掲載す
るWebサイ ト 「Open Access Japan」 （参考文献4)） に
は，68の機関リポジトリがリストアップされている。
注3) デジタル情報の長期保存に必要なメタデータにつ
いては， 参考文献5)を参照のこと。
注4) 電子ジャーナルの保存を担うリポジト リについて
は， 参考文献6),7)を参照のこと。
注5) 参考文献8)。
注6) 参考文献9)。
注7) 本報告書ではデジタルアーカイブ （digital archive）
という語が用いられているが， デジタルリポジト
リ と同義と考えてよい。
注8) 参考文献10)。
注9) 正式名称はReference Model for an Open Archival
Information System。デジタル情報の長期保存シス
テム構築のための国際規格であり， 『96年報告書』
と並んで， 多くの後続研究が参照している。OAIS
参照モデルの原文と概要について， それぞれ参考
文献11),12)を参照のこと。なお， 本規格は5年ごとに
見直されることが定められており， 本稿執筆時点
の2007年9月現在， 改訂作業が進んでいる。
注10)指定コミュニティ（Designated Community）とはOAIS
参照モデルの用語で， リポジト リに保存されてい
る情報の中から関心のあるものを発見・入手する，
情報を理解できる利用者群。
注11)参考文献10)， p.5.
注12)参考文献13)。
注13)デジタル資源の長期保存のための専門的知識， 技
術のネッ トワークの構築を目的とするドイツのプ
ロジェクト （2003年-）。ドイツ連邦科学教育技術省
（Bundesministerium für Bildung und Forschung）が，ド
イツ国立図書館 （Deutsche Nationalbibliothek） 等と
協力しながら主導している。 2006年から2009年の
間の予算が約150万ユーロ （2.4億円） 用意されるこ
とが決定している。 nestorという名称は 「Network
of Expertise in Long-Term Storage and Long-Term
Availability of Digital Resources in Germany」の略称で
あるが， トロイア戦争時のギリシア軍の賢明な老
将ネストル （Nestor） になぞらえたものでもある。
注14)参考文献14)。
注15)正式名称はDigital Curation Centre。個々の機関に対
するデジタル保存の支援をミ ッションとする英国
の機関である。JISC（注19参照）およびeScience Core
Programmeという2つの団体が2004年に設立した。
注16)参考文献15)。
注17)参考文献16)。
注18)正式名称はNational Digital Information Infrastructure
and Preservation Program （2000年-）。米国議会図書
館 （Library of Congress） が主導する， 全米規模の包
括的なデジタル情報保存プロジェクト。
注19)英国JISC （Joint Information Systems Committee） は，
情報通信技術を活用して教育， 研究活動を支援す
ることを目的とし， 資金提供機関 （英国の複数の
審議会等が財源を拠出している） の独立諮問委員
会として機能している。JISCは種々のプロジェクト
を運営しているが， デジタル保存に関する近年の
ものに 「デジタル保存・記録管理プログラム (digital
preservation and records management programme.)」
（2000-2006年） がある。英国の諸機関のデジタル資
産の長期管理 ・保存を支援するために， 20以上の
プロジェクトに対して助成を行った。現在は， 「リ
ポジト リ と保存に関するプログラム （repositories
and preservation programme）」 （2009年まで） や 「英
国LOCKSSパイロッ トプロジェク ト （UK LOCKSS
pilot strand）」 （2008年まで） を時限プログラムとし
て推進している。
注20)欧州委員会 （英語名称： European Commission） によ
る，研究・技術開発の助成のためのプログラム（2002-
2006年）。ヨーロッパの産業の科学技術基盤の強化，
および国際競争力の促進を目的にした。総予算は
約175億ユーロ （2.8兆円） であり， EUの2002年の総
予算の3.4%にも上るものであった。現在は， 期間
や予算規模をさらに拡大した， 第7次フレームワー
クプログラムが進行中である。
注21)参考文献17)。
注22)本稿では， 1ユーロ=160円として計算する。
注23)テストベッド （testbed） とは， 大規模なシステム開
発で用いられる， 実際の運用環境に近づけた試験
用プラッ トフォームの総称（“バイナリ” . IT用語辞
デジタルリポジト リをめぐる動向：認証基準と国際プロジェクトを中心に
763典. http://www.sophia-it.com/, （参照2007-09-09） .）。
注24)英国科学技術施設研究会議は 2007 年に設立された，
ヨーロッパ最大規模の学際研究機関。当初，CASPAR
のコーディネーターは英国研究会議中央研究所評
議会 （Council for the Central Laboratory of the
Research Councils） であったが， 2007年4月， 英国素
粒子物理学 ・天文学研究会議 （Particle Physics and
Astronomy Research Council） と統合し， 英国科学技
術施設研究会議となった。
注25)セマンティ ックウェブとは， ウェブページおよび
その中に記述された内容について， それが何を意
味するかを表す情報 （メタデータ） を一定の規則
に従って付加することで， コンピュータが効率よ
く情報を収集・解釈できるようにする構想。 イン
ターネッ トを単なるデータの集合から知識のデー
タベースに進化させようという試みである （参考：
IT用語辞典e-Words. http://e-words.jp/, （参照2007-09-
09）．）。
注26)欧州宇宙機関（European Space Agency）は， ヨーロッ
パの計17か国が参加する， 宇宙開発を目的とした
国際機関。 1975年設立。
注27)参考文献18)。
注28)デジタル保存に関する情報の蓄積やベストプラク
ティスの確立， 能力開発のためのヨーロッパ規模
のコンソーシアムの設立を目的として， 欧州委員
会が出資したプロジェクト （2002-2004年）。図書館，
研究機関， 政府機関， ならびに民間企業等， 多数の
機関・団体が参加し， デジタル保存に関する情報
交換や技術交流等を行った。
注29)参考文献19)。
注30)シームレス （seamless） とは， ユーザが複数のサー
ビスを違和感なく統合して利用できること （IT用
語辞典e-Words.）。
注31)参考文献20)。
注32)参考文献21)。
注33) OAI-PMH （The Open Archives Initiative Protocol for
Metadata Harvesting） は， メタデータ収集 （metadata
harvesting） に基づく相互運用性のフレームワーク
を提供するプロトコル。
注34)参考文献22)。
注35)参考文献8)， p.7.
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