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Summary 
The development of the Internet, and also user devices such as smart 
phones, has recently made significant strides, which have had a great 
positive impact on freedom of speech. However, in parallel with the new 
opportunities, new problems have developed. The Internet, and foremost 
social media, has become a communication platform where hatred, threats 
and violations of privacy thrive. The feeling of anonymity and the physical 
distance, which the Internet creates, tend to provoke all the rougher 
behaviour. Accordingly, the Internet isolates people from the natural norms 
that guide them in the physical environment. At the same time people are 
becoming more open with their personal lives without thinking about whom 
is going to use the information and for what purpose. 
 
Freedom of speech has certainly been given more powerful tools. However, 
the positive change has not only changed the meaning of privacy, but also 
the capability of creating privacy. This implies that the legislature needs to 
take action to clarify that hatred, threats and violations of privacy appearing 
on the Internet are as serious as crimes committed in the “real world”. The 
protection of privacy also has to be evaluated and adapted to the new media 
landscape to ensure a satisfying way to intervene against unwanted 
behaviour. 
 
Whilst the Internet, and foremost social media, dramatically has changed the 
traditional relationship between freedom of speech and liability, the 
importance of protection of privacy has not been relevant in this way before. 
The main purpose of this presentation is therefore to examine whether the 
current Swedish regulation concerning the protection of privacy in relation 
to freedom of speech is adapted to the new media landscape in which we 
live today.  
 
The relationship between freedom of speech and the protection privacy is 
evidently reflected in Swedish law. Freedom of speech has been the 
fundamental legal interest and based on that interest the legislator has 
created models of liability, which after a balancing of interests is not 
considered acceptable in a democratic society. Due to the slightly distorted 
relationship the protection of privacy has in many cases been neglected in 
favour of a far-reaching freedom of speech.  
 
The increasingly expressed view is that the protection of privacy needs to be 
strengthened, even if it is at the expense of a slightly more limited freedom 
of speech. The Supreme Court has also expressed its dissatisfaction 
regarding the lack of protection in cases of serious privacy violations in 
Swedish law. Despite this, the criminal law regarding the protection of 
privacy has not been revised since its entry into force in the early 1960th 
century. The legislation available in cases of hatred, threats and violations of 
privacy on the Internet essentially originated at a time when the Internet and 
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social media did not exist. This means that the violations of privacy on the 
Internet have to be interpreted in terms of, among others, defamation crimes.  
 
This is not itself remarkable. The problem lies in the hands of the ability to 
generate an efficient usage without "doing violence" on the existing 
legislation. However, based on today's legislative shortcomings, the legal 
system is not able to create a satisfactory protection of privacy. Given the 
fact that the legislature to a great extent relied on the "old-fashioned" laws 
to protect privacy media has reported about a society governed by law, 
which capitulated in the name of freedom of speech and left the word 
(penalty)free on the Internet. 
 
However, it is wrong to claim that the Swedish legislation is completely 
ineffective when threatening and privacy-violating comments are made on 
the Internet. Many of the undesirable behaviours on the Internet are already 
criminalized. However, the criminal protection of privacy is limited to 
specific situations, while Personuppgiftslagen (1998:204), PuL, rarely is 
used to hold someone accountable in practice. Due to the fact that the 
protection of privacy is relatively limited and serious violations tend to not 
be covered by the existing laws, the insufficiency is a lack of protection of 
privacy in Swedish law. 
 
Something must be done to ensure that the protection of privacy is upheld 
and progress in line with the tradition where freedom of speech is presumed 
is not acceptable. The protection of privacy needs to be adapted to the new 
media landscape. However, the relationship between privacy and freedom of 
speech is extremely complex. In this situation has the legislature a great 
responsibility to pave the way for changing norms in society. Cyber hate is 
recognized as an increasing problem and a threat to democracy. The 
government has taken measures, mainly by gathering knowledge about the 
extent of the threats and abuses. The regulatory signals from the 
government, however, must be accompanied with other community efforts. 
Every individual has a responsibility to the society we live in. The attitude 
between us has to change. To prevent cyber hate is our common 
responsibility. 
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Sammanfattning 
Den tekniska utvecklingen har under den senaste tiden tagit stora kliv 
framåt, vilka inneburit positiva förändringar för yttrandefriheten. Men 
parallellt med de nya möjligheterna har det även tillkommit nya problem. 
Internet, och främst sociala medier, har blivit en kommunikationsplattform 
där också hat, hot och kränkningar frodas. Känslan av anonymitet och den 
fysiska distans som internet skapar provocerar fram allt grövre 
övergreppsbeteenden. Samtidigt som internet avskärmar människor från de 
naturliga normer som styr oss i den fysiska miljön, är vi idag allt mer öppna 
med vårt privatliv utan att reflektera över vem som kommer att använda 
informationen och i vilket syfte.  
 
I takt med den tekniska utvecklingen har yttrandefriheten utan tvekan fått 
kraftfullare verktyg och det offentliga samtalets förflyttning till den digitala 
miljön har inte bara förändrat innebörden av vad som är privat utan även 
förutsättningarna för att skapa personlig integritet. Det förändrade 
medielandskap som skapats innebär bland annat att lagstiftaren måste 
markera att brott som förekommer på internet är lika allvarliga som brott 
som begås i det fysiska rummet. Skyddet för den personliga integriteten 
måste även utvärderas och anpassas efter det nya medielandskap som 
skapats. Allt för att rättssamhället på ett tillfredställande sätt ska kunna 
ingripa mot oönskade beteenden.  
 
Samtidigt som det nya medielandskapet dramatiskt förändrat det 
traditionella förhållandet mellan yttrandefrihet och ansvar, har skyddet för 
den personliga integriteten inte funnits på agendan på det sätt som görs 
aktuellt idag. Det huvudsakliga syftet med framställningen är därför att 
undersöka om den nuvarande svenska regleringen avseende skyddet för den 
personliga integriteten i förhållande till yttrandefriheten är anpassat efter det 
förändrade medielandskap vi lever i idag.  
 
Synen på förhållandet mellan yttrandefriheten och skyddet för den 
personliga integriteten avspeglas tydligt i svensk rätt. Den svenska 
lagstiftaren har tagit utgångspunkt i yttrandefriheten och därefter skapat 
modeller för att utkräva ansvar för handlingar, som efter en 
intresseavvägning inte ansetts godtagbara i ett demokratiskt samhälle. Det 
något snedvridna förhållandet har gjort att lagstiftaren i många fall eftersatt 
skyddet för den enskildes personliga integritet till förmån för en långtgående 
yttrandefrihet.  
 
Under den senaste tiden hörs emellertid allt oftare uppfattningen att skyddet 
för den personliga integriteten behöver förstärkas, även om det sker på 
bekostnad av en något inskränkt yttrandefrihet. Rättstillämparen har också 
uttalat sitt missnöje över det bristfälliga integritetsskyddet vid grova 
integritetskränkningar i svensk rätt. Trots det har den straffrättsliga 
lagstiftningen till skydd för den personliga integriteten i princip inte 
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reviderats sedan dess tillkomst. Den lagstiftning som finns att tillgå för att 
hantera hat, hot och kränkningar på internet är i allt väsentligt tillkommen i 
en tid då internet och sociala medier ännu inte existerade. Det innebär att 
kränkningar på internet måste tolkas i termer av bland annat 
ärekränkningsbrott.  
 
Att nya företeelser tolkas via redan existerande lagstiftning är i sig inte 
uppseendeväckande. Problematiken när det gäller hot och kränkningar på 
internet ligger snarare i att få till en ändamålsenlig tillämpning utan att ”göra 
våld” på den befintliga lagstiftningen. Det finns dock mycket som tyder på 
att rättsväsendet, utifrån dagens lagstiftnings tillkortakommanden, inte kan 
fånga upp de hot och kränkningar som förekommer på internet. Med hänsyn 
till att lagstiftaren i stor utsträckning förlitat sig på den ”ålderdomliga” 
lagstiftningen till skydd för den personliga integriteten har massmedia 
rapporterat om ett rättssamhälle som kapitulerat i yttrandefrihetens namn 
och lämnat ordet (straff)fritt på internet.    
 
Det är dock fel att hävda att svensk lagstiftning står helt handfallen när 
hotfulla och kränkande kommentarer framförs via internet. Många av de 
oönskade beteenden vi ser på internet idag är redan kriminaliserade. De 
straffrättsliga detaljregleringar som finns till skydd för den personliga 
integriteten är dock begränsade till att omfatta specifika situationer, medan 
Personuppgiftslagen (1998:204), PuL, mycket sällan används för 
ansvarutkrävande i praktiken. Detta medför att grova integritetskränkningar 
riskerar att falla utanför de befintliga bestämmelsernas tillämpningsområde, 
vilket i sin tur måste uppfattas som en brist i det svenska integritetsskyddet.  
 
Något måste göras och en toleransutveckling i linje med svensk 
rättstradition är inte acceptabel. Skyddet för den personliga integriteten 
behöver förstärkas. Frågan är dock oerhört komplex med många 
komplikationer som följd, främst för yttrandefriheten. Situationen löser sig 
dock inte själv, utan här har lagstiftaren ett stort ansvar för att bana väg för 
förändrade normer i samhället. Regeringen har uppmärksammat att näthatet 
är ett stort demokratiproblem och inlett kampen mot näthatet, främst genom 
att inhämta kunskap om omfattningen av hoten och kränkningarna. De 
rättsliga signalerna från regeringen måste emellertid kompletteras med andra 
samhälleliga insatser. Varje enskild individ har ett ansvar för vårt 
samhällsbygge och attityden oss medmänniskor emellan måste förändras. 
Att stoppa näthatet är vårt gemensamma ansvar. 
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1 Inledning  
1.1 Bakgrund 
För drygt ett år sedan blev ordet näthat ett samtalsämne på allas läppar. 
Startskottet var Sveriges Televisions samhällsgranskande program Uppdrag 
Gransknings avsnitt om ”Män som näthatar kvinnor”. I programmet 
berättade ett antal, mer eller mindre offentliga, kvinnor om de hot och 
kränkningar som de utsatts för på internet.1 Avsnittet fick stor 
uppmärksamhet i massmedia och väckte samtidigt engagemang och stort 
missnöje i samhället. Debatten om det bristfälliga skyddet för den 
personliga integriteten blossade på nytt upp i Sverige. Den här gången 
riktades dock inte blickarna mot ”storebror” utan ”lillebror”. Det största 
integritetsproblemet idag är således inte övervakningssamhället utan 
enskilda individer som integrerar i anonyma hatkampanjer.2 
 
Internets framfart och den snabba utvecklingen av sociala medier3 har på 
kort sikt dramatiskt förändrat förhållandet mellan yttrandefriheten och 
skyddet för den personliga integriteten. Samtidigt som den tekniska 
utvecklingen har skapat helt nya möjligheter att sprida ord och bild, är 
tillgången till privat information helt främmande från tiden innan internet 
blev ett självklart inslag i vår vardagskommunikation. Internet i allmänhet 
och sociala media i synnerhet, möjliggör således betydligt mer långtgående 
kränkningar av den personliga integriteten än tidigare.4 Mårten Schultz, 
professor i civilrätt vid Stockholms universitet, menar dock att hat och 
illvilja inte är ett nytt fenomen i samhället, utan människor har baktalat 
varandra i alla tider. Internet skapar endast en plattform där hat och illvilja 
idag tillåts att frodas.5 
 
Diskussionen om motsättningarna mellan de grundläggande värdena 
yttrandefrihet och personlig integritet är på intet sätt ny, men frågan är idag 
mer aktuell än någonsin. Information av privat karaktär sprider sig 
okontrollerat med ibland förödande konsekvenser som följd. Vi ser något 
som ofta beskrivs som ett ”missbruk” av friheten att fritt uttrycka och sprida 
yttranden. Trots att debatten om skyddet för den personliga integriteten i 
svensk rätt har förts upp till ytan, har rättsutvecklingen på området inte 
hängt med. Rättstillämparen har till viss del ägnat sig åt att laga en del av 
hålen genom utvidgningar i praxis, men till största del har rättsordningen 
förlitat sig på gamla regler för att lösa nya problem.6 
 
                                                
1 Män som näthatar kvinnor (Sveriges Television Uppdrag Granskning 2013). 
2 Schultz (2013), s. 133; Person; Knutsson; Johansson (Advokaten 2013:2), s. 31.  
3 Ett samlingsnamn på kommunikationskanaler som tillåter användare att kommunicera direkt med 
varandra genom exempelvis text, bild eller ljud. Se Sociala medier (Nationalencyklopedin). 
4 Person; Knutsson; Johansson (Advokaten 2013:2), s. 27. 
5 Schultz (2013), s. 133. 
6 Schultz (2013), s. 131-132. 
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Vi befinner oss i en situation som avviker från det traditionella förhållandet 
mellan yttrandefrihet och ansvar.7 Den tekniska utvecklingen och 
informationssamhället som vi lever i idag har tagit hatet och illviljan från 
det traditionella fysiska rummet till ”cyber space”, där formerna för 
kommunikation har gjort att tonläget människor emellan blivit allt grövre 
och mer aggressivt.8 Verkligheten ställer rättssamhället inför nya 
utmaningar och lagstiftaren står idag vid ett vägskäl, där den måste hitta nya 
former för yttrandefriheten så att enskildas personliga integritet inte kränks. 
  
1.2 Syfte, problem och frågeställningar 
Yttrandefriheten och skyddet för den personliga integriteten är två 
grundläggande värden som krockar i ett demokratiskt samhälle, och inte 
minst på internet sedan utvecklingen av sociala medier. Yttrandefriheten har 
starka traditioner i svensk rätt, men ett land som värnar om mänskliga 
rättigheter måste även ha ett väl avvägt skydd för den personliga 
integriteten.9 Den tekniska utvecklingen av internet och sociala medier är 
starkt positiv från yttrandefrihetssynpunkt, men utvecklingen har även fört 
med sig nya och mer kraftfulla verktyg för att framföra hat, hot och 
kränkningar. Medan den tekniska utvecklingen dramatiskt förändrat 
förutsättningarna för yttrandefriheten har lagstiftningen till skydd för den 
personliga integriteten i princip stått still. Lagstiftning från tidigt 1960-tal 
ska idag appliceras på ett nytt socialt fenomen vars existens och omfattning 
var främmande vid lagstiftningens tillkomst. ”Ålderdomlig” lagstiftning ska 
således idag tillämpas i en ny verklighet. Syftet med uppsatsen är 
följaktligen att undersöka hur den nuvarande svenska regleringen avseende 
skyddet för den personliga integriteten ser ut i förhållande till 
yttrandefriheten i situationen då det offentliga samtalet till stor del 
förflyttats till det digitala rummet. Utifrån detta syfte har följande 
frågeställningar formulerats:  
 
1. Hur ser det rättsliga, särskilt det straffrättsliga, skyddet för den 
personliga integriteten ut i förhållande till yttrandefriheten? 
2. Vilka faktorer ska beaktas vid intresseavvägningen mellan skyddet för 
den personliga integriteten och yttrandefriheten?  
3. Vad avses med sociala medier och vilka konsekvenser har de nya 
kommunikationsformerna för den personliga integriteten? 
4. Är det rättsliga, särskilt det straffrättsliga, skyddet för den personliga 
integriteten anpassat efter dagens kommunikationskanaler och utgör 
det ett fullgott skydd för den enskildes personliga integritet i det 
förändrade medielandskap som förflyttat det offentliga samtalet 
till ”cyber space”?   
 
                                                
7 Person; Knutsson; Johansson (Advokaten 2013:2), s. 26.  
8 Schultz (2013), s. 133; Schultz (Advokaten 2013:8), s. 31. 
9 Person; Knutsson; Johansson (Advokaten 2013:2), s. 22. 
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1.3 Metod, teoretiskt perspektiv och 
material 
Metod  
Den första delen av framställningen, innefattande de två första 
frågeställningarna, har tagit utgångspunkt i traditionell rättsdogmatisk 
metod genom vilken det etablerade system av rättskällor använts i syfte att 
fastställa gällande rätt (de lege lata). Vid besvarandet av frågeställningarna 
har således lagtext, förarbeten, juridisk doktrin och i viss mån även praxis 
tillämpats för att göra en ”rekonstruktion av gällande rätt”.10  
 
Den traditionella rättsdogmatiska metoden har i den andra delen av 
framställningen, innefattande den tredje frågeställningen, kompletterats med 
en rättsociologisk ansats. Lagstiftning och sociala normer i samhället 
påverkar varandra, men verkar även parallellt då de påverkar beteenden i 
samhället. Sociala normer har en stark inverkan på rättens utformning. En 
omvänd påverkan kan även spela stor roll i samhället när rätten går före och 
banar väg för förändrade beteenden och sociala normer. Syftet med den 
rättssociologiska ansatsen är att sätta rätten i ett samhällsperspektiv med 
fokus på hur den tekniska utvecklingen och ändrade sociala beteenden i 
samhället påverkar lagstiftningen, och även i sin tur hur gällande rätt och 
rättsväsendet kan påverka samhällets värderingar och kan bidra till en 
positiv utveckling.11  
 
I den tredje delen av uppsatsen, innefattande den fjärde frågeställningen, 
utvidgas metoden till att omfatta ett framåtblickande perspektiv i syfte att ge 
en antydan om vad lagen borde vara (de lege feranda). Den omfattande 
datoriseringen och utvecklingen av internet har skapat förutsättningar för en 
helt ny företeelse i samhället som påkallar lagstiftarens intresse.12  
 
Teoretiskt perspektiv 
Vi lever idag i ett förändrat medielandskap som medför att yttrandefriheten 
och skyddet för den personliga integriteten ställs mot varandra på ett sätt 
som inte aktualiserats tidigare. Intresseavvägningen mellan de 
grundläggande mänskliga fri- och rättigheterna är på intet sätt ny. Det nya är 
det förändrade medielandskap vi lever i idag. Hur ska lagstiftaren 
åstadkomma en lämplig balans mellan yttrandefriheten och skyddet för den 
personliga integriteten när verkligheten förändrats?    
 
Material 
För att utreda hur skyddet för den personliga integriteten regleras i 
förhållande till yttrandefriheten har främst lagtext och förarbeten studerats. 
Framställningen har till stor del tagit utgångspunkt i 
                                                
10 Lehrberg (2014), 203-204; Kleineman (2013), s. 21; Sandgren (2007), s. 36-39; Jareborg (SvJT 
2004), s. 4.     
11 Nätkränkningar (Ungdomsstyrelsen 2014), s. 5.  
12 Lehrberg (2014), s 263-276. 
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Integritetsskyddskommitténs13 kartläggning och analys av skyddet för den 
enskildes personliga integritet. Utredningens huvudsakliga syfte var att 
utreda om svensk lagstiftning uppställer ett tillfredställande skydd för 
integriteten. Utredningen gör noggranna analyser av det befintliga skyddet 
för den personliga integriteten och redovisar och diskuterar utförligt 
principiella problem i den svenska lagstiftningen. Trots att utredningen fann 
att behovet av lagstiftning avseende spridning av integritetskränkande 
information inte var lika starkt som behovet i fråga om fotografering och 
filmning i smyg, utgör utredningen alltjämt den senaste statliga utredningen 
som hade i uppdrag att göra en övergripande översikt av den svenska 
integritetsskyddsregleringen. Utredningen har utförligt utrett gällande rätt 
och eftersom lagstiftningen på området för den personliga integriteten inte 
har förändrats sedan utredningen genomfördes är det naturligt att hänvisa till 
utredningen.14 
 
Näthat är vidare ett förhållandevis ungt samhällsfenomen. Doktrin på 
området är därför tämligen begränsad. Utifrån kränkningsproblematiken på 
internet har frågan om möjligheterna för utsatta att få upprättelse genom 
rättslig prövning särskilt uppmärksammats i boken Näthat: Rättigheter och 
Möjligheter av Mårten Schultz m.fl. Mårten Schultz är för tillfället en av de 
mest aktiva rättsvetarna som arbetar med att få till en förändring vad gäller 
personangrepp på internet. Hans olika skrivelser har därav utgjort en stor 
inspirationskälla för framställningen.15 Även Ungdomsstyrelsens delrapport 
Hat på nätet - Vad får du inte skriva på internet?, som genomförts inom 
ramen för regeringens satsning mot näthatet, redogör för relevant 
lagstiftning och den problematik juridiken ställs inför vid hot och 
kränkningar på internet.16  
 
Omfattningen av praxis avseende brottslighet med koppling till näthat är 
även begränsad. I avsaknad av prejudicerande avgöranden har 
underrättspraxis använts, i den mån det funnits underlag, i syfte att belysa 
den praktiska tillämpningen av gällande rätt vid internetrelaterad 
brottslighet.  
 
Vid utredningen av hur intresseavvägningen mellan de grundläggande 
värdena görs och vilka faktorer som ska beaktas vid avvägningen får 
Europakonventionen och Europadomstolens praxis en avgörande roll. 
Sveriges åtaganden enligt konventionen ställer krav på att de nationella 
domstolarna uppfyller konventionens krav avseende båda rättigheterna. 
Framställningen behandlar kortfattat Europakonventionens regelverk utifrån 
Hans Danelius sammanställning av Europadomstolens omfattande praxis i 
boken Mänskliga rättigheter i europeisk praxis: en kommentar till 
Europakonventionen om de mänskliga rättigheterna. 
 
                                                
13 SOU 2008:3; SOU 2007:22 Del I-II; Dir. 2004:51.  
14 Jfr. Bengtsson (SvJT 2011). 
15 Se bland annat; Schultz (2013), s. 17-19. 
16 Ungdomsstyrelsen har fått i uppdrag av regeringen att genomföra insatser mot kränkningar, 
trakasserier och hot via internet och andra interaktiva medier. Se Regeringsbeslut den 13 juli 2013, 
U2013/4492/UC. 
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Hat, hot och kränkningar har uppmärksammats såväl avseende rättsliga 
ambitioner, som för ett ökat kunskapsintresse kring problematikens 
karaktär. Som ett led i Ungdomsstyrelsens regeringsuppdrag17 att kartlägga 
och analysera kränkningar på internet har Måns Svensson och Karl 
Dahlstrand genomfört en rättssociologisk studie om sociala normer i 
förhållande till lagstiftning och rättstillämpning. Rapporten som fått namnet 
Nätkränkningar visar att hat, hot och kränkningar på internet är ett reellt 
samhällsproblem och ännu har rättssamhället inte funnit effektiva former för 
att bekämpa problemet. Rapporten är en studie av svenska ungdomars 
normer och beteenden och har till stor del utgjort utgångspunkten för att 
finna de konsekvenser som den tekniska utvecklingen skapar för skyddet för 
personlig integritet.18 Även Personlig integritet på internet, som är en del av 
ett forskningsprojekt om personlig integritet på internet där Markus Bylund 
är forskningsledare, har använts för att hitta de utmaningar som skyddet för 
den personliga integriteten ställs inför i de förändrade medielandskap vi 
lever i idag.19  
 
1.4 Avgränsningar 
Debatten kring näthat är en vid fråga med många beröringspunkter och av 
utrymmesskäl har jag därför tvingats göra en rad avgränsningar. 
Framställningen kommer endast behandla det rättsliga, främst straffrättsliga, 
ansvaret för hat, hot och kränkningar som framförs via internet och inte 
omfattas av det grundlagsskyddade området. Även om det kan riktas kritik 
mot det självregleringssystem som finns etablerat inom det 
grundlagsskyddade området är det framförallt utanför det 
grundlagsskyddade området som hat, hot och kränkningar lavinartat ökat 
under de senaste åren.20  
 
Utöver det straffrättsliga ansvaret erbjuder skadeståndsrätten ekonomisk 
upprättelse vid kränkningar av den personliga integriteten. Mårten Schultz 
förespråkar att skadeståndsrätten i allt större utsträckning ska användas som 
ett verktyg för juridisk aktivism. Den civilrättsliga aspekten är en mycket 
intressant fråga men kommer inte behandlas i framställningen.21  
 
Vidare kan näthat drabba alla; män som kvinnor, ung som gammal. Även 
om en stor del av debatten i massmedia har fokuserats på mäns hat mot 
kvinnor och även unga personers utsatthet, har jag inte valt att begränsa 
framställningen till en bestämd målgrupp. Istället har jag valt att allmänt 
behandla skyddet för den personliga integriteten i svensk rätt och således 
behandla det generella samhällsproblem som aktualiseras idag. 
                                                
17 Ungdomsstyrelsen har fått i uppdrag av regeringen att genomföra insatser mot kränkningar, 
trakasserier och hot via internet och andra interaktiva medier. Se Regeringsbeslut den 13 juli 2013, 
U2013/4492/UC. 
18 Nätkränkningar (Ungdomsstyrelsen 2014). 
19 Bylund (2013). 
20 Person; Knutsson; Johansson (Advokaten 2013:2), s. 22.  
21 Schultz (2013), s. 22-31. 
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Framställningen avgränsas dock till det näthat som slår mot enskilda 
individer. Kränkningar av den kollektiva integriteten, innefattande hat mot 
grupper i samhället såsom homosexuella alternativt yrkesgrupper, kommer 
därför inte behandlas.  
 
Även om rätten till skydd för intrång i den personliga integriteten stadgas i 
en rad internationella bestämmelser kommer framställningen endast 
behandla Europeiska konventionen den 4 november 1950 angående skydd 
för de mänskliga rättigheterna och de grundläggande friheterna22 
(Europakonventionen). Konventionen gäller som svensk lag och utgör även 
den huvudsakliga grunden i övriga internationella överenskommelsers fri- 
och rättighetskataloger.  
 
I flertalet av de fall som berör näthat kan själva insamlandet av uppgifter av 
integritetskänslig karaktär vara otillåtet eller straffbart, till exempel genom 
det nyligen införda brottet mot kränkande fotografering i 4 kap. 6a § 
brottsbalken (BrB).23 Framställningen omfattar dock endast de kränkningar 
som uppstår vid spridande av kränkande uppgifter.  
 
Näthatet har spridit som sig en löpeld på internet under de senaste åren. 
Framställningen kommer emellertid fokusera på det näthat som framförs via 
sociala medier. Även om problematiken sträcker sig till bloggar och 
kommentatorsfält kommer de områdena inte beröras eftersom de redan varit 
föremål för insatser från lagstiftaren.  
 
Internet är även gränslöst och inbjuder därmed till en rad svåra territoriella 
gränsdragningsproblem. Framställningen har avgränsats till att endast 
omfatta svensk rätt. Internet inbjuder även till en rad bevissvårigheter som 
inte har möjlighet att behandlas djupare i framställningen. 
 
1.5 Disposition 
Framställningen inleds med ett kapitel där begreppet näthat närmare 
diskuteras och avgränsas. I det inledande kapitlet ges även två exempel i 
syfte att dels ge läsaren en uppfattning om hur hat, hot och kränkningar på 
internet artar sig, dels för att i kapitel 7 åskådliggöra hur gällande rätt 
möjligtvis kan tillämpas och i sin tur även påvisa eventuella brister i den 
befintliga lagstiftningen.  
 
I de två nästkommande kapitlen redogörs för den rättsliga, främst den 
straffrättsliga, regleringen av skyddet för den personliga integriteten i 
förhållande till yttrandefriheten. I varje kapitel diskuteras och definieras de 
båda rättigheterna, för att sedan behandla den grundlagsstadgade 
regleringen. Skyddet för den personliga integriteten ges dock substans i 
                                                
22 Rom den 4 november 1950, SÖ 1952:35. 
23 Prop. 2012/13:69; bet. 2012/13:JuU21; rskr. 2012/13:250. 
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vanlig lag. Det straffrättsliga ansvaret samt ansvar enligt PuL, studeras 
därför närmre i det kapitlet.  
 
Kapitel 5 tar upp den svåra intresseavvägningen mellan skyddet för den 
personliga integriteten och yttrandefriheten. Utifrån yttrandefrihets-
traditionen i svensk rätt och i Europakonventionen ges en närmre förståelse 
för varför den svenska lagstiftningen ser ut som den gör idag.    
 
Genom den tekniska utvecklingen har ett nytt medielandskap förändrat 
förutsättningarna för yttrandefriheten, som i sin tur lett till konsekvenser för 
skyddet av den personliga integriteten. Kapitel 6 redogör för människors 
förändrade beteenden utifrån en jämförelse mellan internetanvändningen år 
2004 och år 2013. Sociala medier såsom Instagram, Facebook och Twitter 
beskrivs kortfattat och avslutningsvis redogörs för de utmaningar de nya 
kommunikationsformerna ställer integritetsskyddet inför. 
 
I kapitel 7 återkommer framställningen till de i kapitel 2 beskrivna 
exempelfallen. Kapitlet avslutas med en framåtblick och en kort redogörelse 
för de insatser som påbörjats i kampen mot näthatet.  
 
Avslutningsvis redovisas en analys och slutsatser åtföljt av en avslutande 
kommentar i kapitel 8.  
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2 Vad är näthat?  
2.1 Ett nytt socialt fenomen 
Hat och illvilja är inga nya företeelser i samhället, utan motsättningar 
människor emellan har funnits i alla tider. Hatet och illviljan har dock 
genom informationsteknikens utveckling tagit nya former. Via internet kan 
idag information av kränkande eller hotfull karaktär tillgängliggöras i en 
helt annan omfattning än vad de traditionella medierna möjliggjorde. Sedan 
internet blev en självklar del av vår vardagskommunikation har hat, hot och 
kränkningar som framförs via internet och i synnerhet via sociala medier, 
det så kallade näthatet, dramatiskt ökat medan lagstiftningsarbetet till skydd 
för den personliga integriteten inte hängt med. Näthat kan därför beskrivas 
som ett nytt socialt fenomen som i princip skapat en egen brottsdisciplin.24  
 
Vad menas då med begreppet näthat? I allmänt språkbruk har begreppet 
ingen klart avgränsad definition utan används för att beskriva en rad olika 
företeelser. År 2007 lanserades ordet näthat av Språkrådet25 som ett nyord 
med följande definition: ”hat som uttrycks mot någon på internet, t.ex i form 
av kommentarer på någons blogg.”.26 Institutet för Juridik och Internet27 
beskriver näthat som: kränkande och hatiska yttranden i form av text, bild 
eller videoklipp som framförs på internet, exempelvis via Facebook, 
Instagram eller Twitter.28 I samhällsdebatten används begreppet på ett mer 
svepande sätt för att beskriva: kränkande, aggressiva, hatiska eller hotfulla 
anonyma kommentarer eller yttranden som tar sig uttryck på internet, 
om/eller mot en eller flera personer, från en eller flera personer som den 
utsatte oftast inte känner.29  
 
Begreppet näthat innefattar i allmänt språkbruk ett vitt spektra av 
företeelser. Juridiskt sett är begreppet än mer problematiskt. En av orsakerna 
är att begreppet näthat inte är en juridisk term utan introducerades på den 
juridiska agendan genom att begreppet i allmänt språkbruk kommit att bli ett 
samlingsnamn för flera olika sorters brott. I den juridiska kontexten 
inbegriper begreppet näthat bland annat: förtal, förolämpning, ofredande, 
sexuellt ofredande och olaga hot. Det är därför svårt att utifrån begreppet 
avgränsa det straffbara området. När det talas om näthat ska man därför vara 
uppmärksam på att allmänt språkbruk inrymmer betydligt mer än vad som 
                                                
24 Schultz (2013), s. 153.  
25 Språkrådet är Sveriges officiella språkvårdsorgan som är en del av språkmyndigheten, Institutet för 
språk och folkminnen. Se Om Språkrådet (Institutet för språk och folkminnen). 
26 Nyord 2007 (Språkrådet). 
27 Institutet för Juridik och Internet grundades under februari 2013 av professor Mårten Schultz och är 
en ”legal clinic” som arbetar mot internetrelaterade kränkningar, genom att ge stöd åt de som kränkts 
och genom att verka för opinionsbildning och upplysning. Se Om oss (Institutet för Juridik och 
Internet). 
28 Vad är näthat? (Institutet för Juridik och Internet). 
29 Näthat och Nätmobbning en definition (Surfalugnt.se); Vad är näthat? (Nätvaro). 
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idag täcks av strafflagstiftningen. Det straffrättsliga ansvaret kommer att 
redogöras för nedan i kapitel 3.2.3.   
 
Det traditionella hatet i samhället uppträder idag i nya kläder och på en ny 
arena. Utifrån internets möjliggörande har det således skapats ett nytt socialt 
fenomen som är mer inflytelserikt än det isolerade samtalet vid 
matsalsbordet. Viktigt att poängtera är dock att internet inte har skapat hatet. 
Internet sammanlänkar endast individer världen över genom att 
tillhandahålla en teknik som möjliggör information- och kunskapsutbyte 
utan begränsningar i tid och rum. 
 
2.2 Framställningens utgångspunkt 
Trots att begreppet näthat till stor del är ett massmedialt konstruerat och 
vinklat ord, och därmed inte bara utifrån sin vaga innebörd kan utsättas för 
kritik, ser jag en positiv effekt av att använda begreppet. Alltsedan Uppdrag 
Granskning på allvar introducerade begreppet näthat i den samhälleliga 
debatten har det förts en bred och konstruktiv diskussion om den 
problematik som hat, hot och kränkningar på internet skapar. Utan den 
journalistiska vinklingen av begreppet som gjordes i Uppdrag Gransknings 
reportage hade troligtvis inte problematiken blivit så omdebatterad som den 
blivit. I framställningen har jag därför valt att använda begreppet näthat i det 
avgränsade syftet att beskriva: integritetskränkande eller hotfulla yttranden 
i form av text, bild eller film som tillgängliggörs via internet, om/eller mot 
en person, från en eller flera personer.  
 
2.3 En kränkning av den personliga 
integriteten 
Den personliga integriteten kan kränkas på många olika sätt genom att olika 
yttranden görs tillgängliga på internet. Som ovan nämnts utgör dock inte 
alla yttranden som i allmänt språkbruk kan kategoriseras som näthat en 
kränkning som kan medföra straffansvar. I detta avsnitt kommer två korta 
exempel på vanligt förekommande kränkningar beskrivas. Exemplen gör 
inte anspråk på att ge en heltäckande bild av karaktären av det näthat som 
förekommer på internet idag utan syftet är dels att visa två situationer där 
näthat förekommer, dels att senare i framställningen kunna beskriva hur 
gällande rätt tillämpas och därmed även påvisa eventuella brister i det 
befintliga integritetsskyddet. Exemplen är emellertid baserade på verkliga 
fall och borde därför kunna ge en antydan om hur hatet och kränkningarna 
ser ut. 
 
I det offentliga samtalet som idag till stor del förs på internet gestaltar sig de 
mest frekventa kränkningarna i form av: spridande av integritetskänslig 
information i form av fotografier eller filmer samt hotfulla yttranden av 
olika slag.  
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En situation är exempelvis spridande av nakenbilder eller sexfilmer. Tag 
exemplet nakenbild. Person (A) och (B) har under en tid haft ett förhållande. 
Under den tiden har person (A) mottagit en bild föreställande person (B):s 
nakna kropp iförd endast trosor. Person (B):s ansikte syns inte på bilden 
men delar av person (B):s haka och hår syns. Trots det går det troligtvis att 
identifiera person (B). När förhållandet tar slut sprider person (A) 
nakenbilden på person (B), utan person (B):s samtycke, genom att publicera 
den på Facebook.30 Har person (A) gjort sig skyldig till något brott? 
 
En annan vanligt förekommande situation är olika former av hotfulla 
yttranden som framförs via sociala medier. Tag exemplet ”Jag ska döda 
dig!”. Person (A) kritiserar ett klädföretags val av att sälja en tröja med ett 
tryck som avbildar en känd artist men även dömd våldtäktsman. Person (A) 
framför sin kritik via ett inlägg på företagets Facebook-sida. Person (B), 
tillsammans med många fler, uttrycker sitt missnöje över person (A):s 
inlägg. Person (B) kommenterar bland annat: ”Jag ska döda dig!” i 
kommentarsfältet till person (A):s inlägg.31 Har person (B) gjort sig skyldig 
till något brott? 
 
                                                
30 Jfr. Växjö tingsrätt dom 30 augusti 2013 i mål nr: B 2069-13.  
31 Jfr. Utsaga av ”Julia” i dokumentär Män som näthatar kvinnor (Sveriges Television Uppdrag 
Granskning 2013). 
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3 Personlig integritet 
3.1 Begreppet integritet 
I debatten om skyddet för den enskildes personliga integritet ska stärkas i 
svensk rätt återkommer ständigt frågan om vad som innefattas i begreppet 
personlig integritet. Integritetsskyddet ska inte ses isolerat, utan måste 
ständigt vägas mot andra legitima samhällsintressen såsom yttrandefriheten. 
Arbetet med att finna en klart avgränsad och accepterad definition av 
begreppet, som entydigt ger svar på frågan om vad som omfattas av det 
skyddsvärda området, har därför förenats med stora svårigheter. Med 
anledning därav har skyddet för den enskildes personliga integritet i svensk 
rätt inte tagit utgångspunkt i en specifik definition av begreppet. 
Lagstiftningen har istället fokuserat på att utifrån specifika situationer 
kriminalisera företeelser som, vid en avvägning mot andra beaktansvärda 
intressen, inte ansetts försvarbara med hänsyn till den skada det skulle 
innebära för den personliga integriteten.32  
 
Alla individer gör emellertid anspråk på något som benämns personlig 
integritet och begreppet används även på flera områden i svensk 
lagstiftning.33 Det är därför nödvändigt att studera några av de försök till 
avgränsning av begrepp som gjorts för att bestämma utgångspunkten för 
framställningen.    
 
3.1.1 Allmän beskrivning av begreppet 
personlig integreiet 
Av Nationalencyklopedin framgår att ordet personlig integritet innebär 
bland annat: ”en rätt att få sin personliga egenart och inre sfär respekterad 
och att inte utsättas för personligen störande ingrepp.”34. I Svenska 
Akademins ordlista beskrivs ordet integritet som: ”orubbat tillstånd; 
okränkbarhet; oberoende”35. Enligt Datainspektionen36 innebär den 
allmänna tolkningen av begreppet personlig integritet: ”en rätt att få vara 
ifred.”. Datainspektionen beskriver även integritet som: ”en inre egenskap 
som är olika hos olika individer.”.37  
 
Den allmänna beskrivningen av begreppet personlig integritet kan 
sammanfattningsvis anses göra anspråk på någon form av ”frihet” inom en 
                                                
32 SOU 2007:22 del 1, s. 52. 
33 Se bland annat; 2 kap. 6 § RF, 5a § PuL. 
34 Integritet (Nationalencyklopedin). 
35 Cit. Integritet (SAOL på nätet). 
36 Datainspektionen är en tillsynsmyndighet som ska bidra till att behandlingen av personuppgifter 
inte leder till otillbörliga intrång i enskilda individers personliga integritet. Se Datainspektionens 
uppdrag (Datainspektionen). 
37 Ordlista: Personlig integritet (Datainspektionen). 
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”privat sfär”. Friheten består i att det är upp till den enskilde individen att 
tillåta inblandning från omgivningen. Den privata sfären omfattar den 
enskildes ”inre egenskaper”. Varje människa är emellertid unik och den 
privata sfär som omgärdar den enskilde varierar således beroende på vad 
varje enskild individs anspråk på inre egenskaper omfattar.  
 
3.1.2 Begreppet personlig integritet i 
utredningssammanhang 
Genom åren har det tillsatts ett flertal statliga utredningar med uppdrag att 
granska skyddet för den personliga integriteten i svensk rätt. 
Integritetsskyddskommittén38 är den senaste utredningen som hade 
anledning att resonera kring begreppet. I delbetänkande Skyddet för den 
personliga integriteten En kartläggning och analys (SOU 2007:22 del I-II) 
konstaterade kommittén att det i princip är omöjligt att komma fram till en 
klart avgränsad och allmänt accepterad definition av begreppet.39 Utifrån 
tidigare genomförda utredningar40 avseende skyddet för den personliga 
integriteten, konstaterade dock kommittén att den gemensamma nämnaren 
för begreppet personlig integritet kunde sägas vara att integritet uppfattas 
som en ”sfär” som i olika skikt omsluter den enskilde. Det yttre skiktet av 
sfären rör den enskildes fysiska integritet såsom den rumsliga, materiella 
och kroppsliga integriteten, medan det innersta skitet rör den enskildes 
ideella integritet. Den personliga integriteten i snäv mening, den ideella 
integriteten, tar utgångspunkt i information om den enskilde som är nära 
sammankopplad med individen och sammanflätad med dennes 
personlighet.41 
 
Även Integritetsskyddskommittén kan sägas beskriva innebörden av 
begreppet personlig integritet med utgångspunkt i någon form av ”privat 
sfär” som omgärdar den enskilde. Utifrån en positiv bestämning av vilken 
form av intrång det rör sig om, fysiskt eller ideellt, avgränsas begreppet 
ytterligare.  
 
3.1.3 Framställningens utgångspunkt 
Framställningen kommer utgå ifrån Integritetsskyddskommitténs 
avgränsning av den personliga integriteten och endast behandla den innersta 
sfären, den så kallade ideella personliga integriteten. I det här 
sammanhanget har kärt barn många namn och det ska därför framhållas att 
begreppet personlig integritet inte är det enda som förekommer. Det talas i 
olika skrivelser om bland annat: ”privatlivets fred”; ”personlig integritet” 
                                                
38 Dir. 2004:51. 
39 SOU 2007:22 del I, s. 52.  
40 Se bland annat; SOU 1980:8, Ds 1994:51, SOU 2002:18. 
41 SOU 2007:22 del I, s. 53-65. 
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och ”den enskildes rätt till privat- och familjeliv” osv.42 I framställningen 
kommer begrepp hänförliga till den ”privata sfär”, som begreppet personlig 
integritet syftar till att beskriva, användas med avsikt att beskriva den 
personliga integriteten i snäv mening, den ideella personliga integriteten.  
 
3.2 Integritetsskyddet i svensk rätt 
3.2.1 Regeringsformen  
3.2.1.1 Målsättningsstadgandet till skydd för privatlivet 
Den enskildes intresse av ett grundlagsstadgat skydd för den personliga 
integriteten har sedan länge ansetts vara av grundläggande betydelse i ett 
demokratiskt samhälle.43 Svårigheten att klart definiera och avgränsa rätten 
till personlig integritet har dock genom åren utgjort ett avgörande argument 
för att inte införa ett allmänt skydd för den personliga integriteten i svensk 
rätt.44 Gällande grundlag innehåller således ingen regel som ger uttryck för 
ett allmänt skydd för den personliga integriteten. Däremot finns det så 
kallade ”målsättningsstadgandet” i 1 kap. 2 § fjärde stycket regeringsformen 
(RF), där vissa för medborgarna grundläggande värden slås fast.45 Enligt 
målsättningsstadgandet ska det allmänna verka för demokratins värderingar 
och den enskildes privat- och familjeliv. Bestämmelsen har dock inte någon 
rättsligt bindande verkan för utövandet av den offentliga makten men anger 
att det allmänna, innefattande lagstiftaren och i viss utsträckning 
domstolarna och andra rättstillämpande organ, bör beakta den enskildes 
intresse av en personlig sfär så långt det är möjligt.46  
 
3.2.1.2 Materiellt grundlagsskydd till skydd för 
privatlivet 
Målsättningsstadgandet i 1 kap. 2 § fjärde stycket RF ger således endast 
uttryck för en positiv politisk målsättning för den samhälleliga 
verksamheten, och den enskilde kan inte med grund i stadgandet påkalla 
domstolsingripande mot varken enskilda eller det allmänna.47 
Målsättningsstadgandet följs dock upp av ett materiellt grundlagsskydd 
inom ramen för bestämmelserna om de grundläggande fri- och rättigheterna 
i 2 kap. RF. 
 
De grundläggande fri- och rättigheterna utgår från skyddsintressen som är 
kopplade till den personliga integriteten. Trots det har det ansetts att skyddet 
för den personliga integriteten rent allmänt värderats lågt i svenskt 
                                                
42 Se bland annat; SOU 1980:8; SOU 2007:22 Del I-II; SOU 2008:3; Europakonventionen, jfr även 
RF 1 kap. 2 § fjärde stycket. 
43 Prop. 1975/76:209 s. 128-131; SOU 1975:75 s. 89.  
44 Axberger (SvJT 2009), s 468; se även SOU 1975:75 s. 168-169, 459-465.  
45 Prop. 1975/76:209 s. 128-131; SOU 1975:75 s. 93, 168-169, 183- 184.  
46 SOU 2008:125 Del I, s. 469-470, med hänvisning till Prop. 1975/76:209 s. 131. 
47 Holmberg m.fl (2012), s. 60-61. 
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lagstiftningsarbete. En av anledningarna har ansetts vara att 
integritetsskyddet i RF i första hand motiverats utifrån intresset att skydda 
den fria åsiktsbildningen och inte utifrån en helhetssyn på den personliga 
integritetens skyddsvärde. Att integritetsskyddet inte haft ett ”egenvärde”, 
när det avvägts mot andra legitima intressen, har lett till omotiverade 
negativa konsekvenser för skyddet av den personliga integriteten. År 2010 
betonades därför vikten av respekt för individens rätt att själv förfoga över 
och ta ställning till det allmännas tillgång till privat information genom 
införandet av ett andra stycke i 2 kap. 6 § RF. Grundlagsskyddet begränsas 
däremot till att endast omfatta åtgärder som i en betydande mån innebär 
övervakning eller kartläggning av den enskildes personliga förhållanden.48   
 
Vidare är bestämmelserna i 2 kap. RF till sin form begränsade till att endast 
omfatta förhållandet mellan enskilda och det allmänna. Bestämmelserna kan 
beskrivas som ett skydd från ”maktmissbruk” i form av begränsningar i 
riksdagens kompetens att stifta lag i vissa fall.49 Det har dock ifrågasatts om 
rättigheterna i en reell situation går att påkalla då de inte respekteras. RF har 
därför traditionellt sett betraktats som ett tandlöst verktyg för 
ansvarsutkrävande.50  
 
I förhållandet mellan enskilda kommer skyddet för den personliga 
integriteten istället till konkret utryck genom bland annat materiella 
bestämmelser i brottsbalken (BrB). Åtskilliga av de brott mot en persons ära 
samt frid och frihet som anges i BrB syftar således till att värna den 
enskildes personliga integritet.51 Det straffrättsliga ansvaret vid kränkningar 
av den personliga integriteten behandlas närmare nedan i kapitel 3.2.3.  
 
3.2.2 Europakonventionen 
Det är således i den vanliga lagstiftningen som det effektiva skyddet för den 
personliga integriteten tar sitt avstamp. En rad internationella 
överenskommelser ställer emellertid i sin tur krav på innehållet i den 
nationella lagstiftningen. Sverige har inom ramen för det europeiska 
samarbetet anslutit sig till Europakonventionen. Konventionen ratificerades 
av Sverige år 1953 och inkorporerades i den svenska rättsordningen år 1995 
genom lagen (1994:1219) om den europeiska konventionen angående 
skyddet för de mänskliga rättigheterna och grundläggande friheterna. 
Europakonventionen och dess tilläggsprotokoll gäller således som svensk 
lag. I samband med inkorporeringen upptogs även i 2 kap. 19 § RF en 
bestämmelse om att lag eller annan föreskrift inte får meddelas i strid med 
Sveriges åtaganden enligt Europakonventionen.52  
 
                                                
48 SOU 2008:3 s. 255-256. 
49 Se 2 kap. 20-25 §§ RF.  
50 Schultz (2013), s. 135. 
51 SOU 2008:125 Del I, s. 470.  
52 Danelius, (2012), s. 37-39; Se även prop.1951:165 samt prop. 1993/94:117 och SOU 1993:40.  
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Av de mänskliga rättigheter som Europakonventionen omfattar är det främst 
artikel 8 som är av särskilt intresse för framställningen. Enligt artikeln har 
var och en rätt till respekt för privat- och familjelivet samt hem och 
korrespondens. Nedan följer en kort redogörelse för det materiella skyddet i 
artikel 8 Europakonventionen som inriktar sig på skyddet för den ideella 
personliga integriteten.  
 
3.2.2.1 Artikel 8 - Rätten till skydd för privatlivet 
Rättigheten till skydd för privatlivet innefattar, liksom begreppet personlig 
integritet, en mängd åtgärder och företeelser vilket bidrar till att rättighetens 
innebörd är svårdefinierad. På ett övergripande plan kan dock rättigheten 
anses innebära att varje person ska ha rätt att utvecklas utan inblandning 
från utomstående.53 För en närmre avgränsning av begreppet får ledning 
hämtas ur Europadomstolens praxis. Domstolens dynamiska tolkning av 
artikel 8 Europakonventionen har emellertid lett till att skyddet kommit att 
omfatta situationer som inte uppenbart faller in under artikelns 
ordalydelse.54  
 
Rätten till skydd för privatlivet omfattar bland annat ett skydd för en persons 
rykte och personliga integritet. Rättigheten innebär att en konventionsstat 
har en skyldighet att ha en lagstiftning som skyddar den enskilde mot förtal 
och andra nedsättande uttalanden.55 Skyddet för privatlivet innefattar även 
en rätt att få vara ifred; ett skydd mot alltför närgången uppmärksamhet. 
Denna rätt innefattar dels ett skydd mot att bli fotograferad eller avlyssnad, 
dels ett skydd mot att få fotografier, filmer eller ljudinspelningar av privat 
karaktär publicerade utan samtycke. Det handlar således om ett skydd mot 
inhämtande och spridning av privata uppgifter oavsett om det är 
nedvärderande eller inte.56 
 
Ofta uppkommer frågor om rätten till skydd för privatlivet i samband med 
hotfulla eller kränkande yttranden i sociala medier. Som ovan beskrivits har 
enskilda personer rätt till ett skydd mot att andra får tillträde till deras 
privata sfär. Denna rätt är dock inte absolut. Hänsyn måste tas till allmänna 
och även enskilda motstående intressen och vissa ingrepp i den enskildes 
privatliv måste således vara tillåtna. Skyddet enligt artikel 8 
Europakonventionen får därför enligt artikel 8.2 Europakonventionen 
inskränkas med stöd i lag, bland annat om det i ett demokratiskt samhälle är 
nödvändigt men hänsyn till andra personers fri- och rättigheter. Den 
rättighet som främst är av intresse i detta sammanhang är den i artikel 10 
Europakonventionen skyddade yttrandefriheten, eftersom denna rättighet 
ofta kommer i konflikt med rätten till privatliv. Inskränkningar i rätten till 
skydd för privatlivet måste således motiveras utifrån ett samhälleligt eller 
enskilt behov och inskränkningen måste stå i rimlig proportion till syftet 
                                                
53 Reimers (SvJT 2009), s. 441; SOU 2008:3, s. 72.  
54 Schultz (2013), s. 136.  
55 Danelius, (2012), s. 355-357; se även White mot Sverige, dom 19 september 2006. 
56 Danelius, (2012), s. 357-360. 
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som ska tillgodoses genom inskränkningen.57 Intresseavvägningen mellan 
yttrandefriheten och rätten till privatliv återkommer i kapitel 5.   
  
3.2.2.2 Sveriges åtaganden enligt Europakonventionen 
Artikel 8 Europakonventionen innebär både en positiv och en negativ 
förpliktelse. En konventionsstat ska dels avhålla sig från ingrepp i den 
skyddade rättigheten, dels vidta positiva åtgärder för att skydda den 
enskildes fredade svär oavsett om intrånget utförs av staten eller av en 
enskild person.58 De krav som ställs på staterna är i princip att de skapar ett 
tillfredställande rättslig skydd mot ingrepp i den enskildes privatliv och att 
staten även kontrollerar att detta skydd respekteras.59 
 
Vid bedömningen om konventionsstaterna uppfyller sina förpliktelser enligt 
Europakonventionen är det uppenbart att de nationella domstolarna ofta har 
bättre kännedom än Europadomstolen om exempelvis tillämpning av 
nationell rätt. Europadomstolen har därför anförtrott konventionsstaterna ett 
visst utrymme för egna bedömningar, så kallad margin of appreciation.60 
Med hänsyn till Sveriges utrymme för prövningsrätt har det konstaterats att 
svensk lagstiftning, i de allra flesta avseenden, uppfyller de krav på 
materiellt skydd som föreskrivs i artikel 8 Europakonventionen. Det är dock 
lämpligt att ha en viss säkerhetsmarginal till den undre gränsen. Eftersom 
Europakonventionens bestämmelser endast utgör en miniminivå kan det 
därför finnas anledning att komplettera skyddet för den personliga 
integriteten även om det inte uttryckligen krävs för uppfyllande av Sveriges 
åtaganden enligt konventionen.61  
 
3.2.3 Straffbestämmelser till skydd för den 
personliga integriteten 
Uppfattningen att den enskilde bör ha rätt till en fredad privat sfär kommer 
till uttryck i grundlagen. Som ovan nämnts gäller dock bestämmelserna 
endast förhållandet mellan enskilda och det allmänna. Det är således i den 
vanliga lagstiftningen som gränserna för vad som är tillåtet enskilda emellan 
utstakas.62  
 
3.2.3.1 Om ärekränkning 
3.2.3.1.1 Förtal 
Brottet förtal återfinns i 5 kap. 1 § BrB. Enligt sin historiska bakgrund och 
lydelse är förtalsansvaret ett skydd för den personliga äran och hedern, 
                                                
57 Danelius, (2012), s. 53, 351-352, 357. 
58 Danelius, (2012), s. 347. 
59 Danelius, (2012), s. 53-54, 347; se även Caroline von Hannover mot Tyskland, dom den 24 juni 
2004 samt Osman mot förenade konungariket, dom den 28 oktober 1998. 
60 Danelius, (2012), s. 51-52. 
61 SOU 2008:3 s. 212; Danelius (SvJT 2004), s. 25, 30-31. 
62 SOU 2008:3 s. 247. 
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innefattande det anseende som en person har bland sina medmänniskor.63 
Skyddsintresset i förtalsbestämmelsen har dock genom åren kommit att 
förskjutas och utvidgas från att endast omfatta den personliga äran och 
hedern till att även fungera som ett skydd för det som benämns den 
personliga integriteten. Förtalsbrottet intar därför en central position i 
situationen då hat, hot kränkningar publiceras på internet.64 
 
Förtalsbestämmelsen är uppdelad i två led. Huvudregeln om förtal tas upp i 
paragrafens första stycke som anger att förtal begås av den som uppsåtligen 
lämnar en uppgift som är ägnad att utsätta en viss enskild fysisk person för 
andras missaktning. Enligt det traditionella uttrycksättet avser således 
förtalsbestämmelsen att skydda den objektiva äran och den brottsliga 
gärningen består i att en person avsiktligen, till en annan person, lämnar en 
nedsättande uppgift om en tredje person.65  
 
En uppgift måste, enligt lagens mening, vara så bestämd att dess 
sanningshalt kan prövas.66 Förtalsbrottet är dock begånget oberoende av om 
påståendet varit sant eller inte.67 Rena värdeomdömen, såsom ”han är fulast 
i Sverige”, anses emellertid inte som en uppgift i lagens mening.68  
 
Vidare förutsätts att uppgiften lämnas. Lämnande kan ske såväl genom 
framställning som vidarespridning av uppgiften.69 Vanligtvis sker lämnande 
av en uppgift genom tal eller skrift men kan även ske genom att 
uppgiftslämnaren visar eller publicerar ett fotografi, en film eller en 
teckning som på något sätt innefattar en ”beskyllning” av det slag som avses 
i paragrafen.70  
 
En ”beskyllning” i lagens mening innebär att den lämnade uppgiften måste 
vara ägnad att utsätta någon för andras missaktning, en så kallad 
nedsättande uppgift. Uppgiften anses nedsättande om den är sådan att den 
på något sätt framkallar missaktning hos andra. Som exempel anger 
lagtexten situationen då en person pekar ut en annan person som brottslig 
eller klandervärd i sitt levnadssätt. Missaktning kan i sammanhanget 
beskrivas som en attityd gentemot en annan person eller en syn där någon 
anses vara en ”sämre” person och därav bemöts eller behandlas på ett 
negativt sätt. Att en uppgift är av nedsättande karaktär har således att göra 
med andra människors reaktioner.71 Enligt brottsbeskrivningen krävs dock 
inte att uppgiften är nedsättande enligt den allmänna uppfattningen i 
                                                
63 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 5 kap. 1 § under rubriken 
Inledning. 
64 Schultz (2013), s. 76; Axberger (JT 1994/1995), s. 718-719; jfr även NJA 1992 s. 594 och NJA 
1994 s. 637. 
65 Schultz (2013), s. 76; jfr även NJA 1992 s. 594 och NJA 1994 s. 637. 
66 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 5 kap. 1 § under rubriken 
Lämna en uppgift om någon. 
67 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 5 kap. 1 § under rubriken 
Nedsättande uppgift. 
68 Schultz (2013), s. 77. 
69 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 5 kap. 1 § under rubriken 
Lämna en uppgift om någon. 
70 Se NJA 1992 s. 594 samt NJA 1994 s. 637.  
71 Jareborg och Friberg (2010), s. 70. 
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samhället, utan utgångspunkten för bedömningen är den sociala värderingen 
på den förtalades ort och inom den egna samhällsgruppen eller 
personkretsen.72  
 
Slutligen fullbordas förtalsbrottet så snart den nedsättande uppgiften lämnas 
till någon annan än den förtalade. Ansvar förutsätter emellertid inte att 
uppgiftslämnaren riktat sig till tredjeman utan det är tillräckligt att 
tredjeman är närvarande och uppfattar uppgiften. Har den förtalande 
uppgiften lämnats endast till den person som uppgiften avser, eller trots att 
uppgiften var riktad till tredjeman enbart nått den person som uppgiften 
avser, är således inte ett förtalsbrott begånget. Det kan däremot vara fråga 
om ansvar för förolämpning enligt 5 kap. 3 § BrB.73 En redogörelse för 
förolämpningsbestämmelsen återkommer kapitel 3.2.3.1.2. 
 
I många situationer väger samhällets intresse av sanning och välgrundade 
uppgifter om medborgare tyngre än den enskildes önskan om skydd för sitt 
anseende. Det måste finnas utrymme för en allmän rätt till kritik och debatt 
om exempelvis offentliga personer i en fungerande demokrati. 
Huvudregelns tillämpningsområde, som anges i förtalsbestämmelsens första 
stycke, inskränks därför väsentlig genom den kompletterande 
ansvarsfrihetsregeln om intressekollisioner och andra priviligierade 
situationer, i paragrafens andra stycke.74  
 
Ansvarsfrihetsregeln anger förutsättningarna för den så kallade 
sanningsbevisningen. Den som objektivt sett varit skyldig att uttala sig eller 
om det med hänsyn till omständigheterna varit försvarligt att lämna den 
nedsättande uppgiften går fri från ansvar under förutsättning att 
uppgiftslämnaren kan visa att den nedsättande uppgiften varit sann eller att 
uppgiftslämnaren hade skälig grund för uppgiften.75 Ansvarsfrihetsregeln 
ska dock inte uppfattas som en allmän regel om att den som kan bevisa 
uppgiftens sanning går fri från ansvar. Möjligheterna att föra 
sanningsbevisning är snarade begränsade. Till en början måste det stå klart 
att det antingen funnits en skyldighet att uttala sig, till exempel vid vittnes- 
eller polisförhör eller vid andra utredningar vid domstol eller myndighet, 
eller att det varit försvarligt att lämna uppgiften. Lagtexten anger inte 
situationer då ett allmänt alternativt ett enskilt intresse motiverar att ett 
lämnande av en nedsättande uppgift utan vid bedömningen måste den 
vidsträckta yttrandefriheten beaktas. Den politiska debatten och samhällets 
intresse av vederhäftig nyhetsförmedling måste ges utrymme och även 
enskilda personer måste i viss mån kunna angripas i denna diskussion. 
Sensations- eller skandaljournalistik anses däremot inte åtnjuta samma 
skydd. De priviligierade situationerna och därmed ursäktliga omfattar 
emellertid vissa fall då den beskyllde själv framkallat den kränkande 
                                                
72 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 5 kap. 1 § under rubriken 
Nedsättande uppgift. 
73 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 5 kap. 1 § under rubriken 
Lämna en uppgift om någon. 
74 Jareborg och Friberg (2010), s. 73. 
75 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 5 kap. 1 § under rubriken 
Bakgrund. 
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handlingen genom exempelvis ärekränkning eller likande beteende.76  
 
Vid förtalsbrottets införande i BrB uppmärksammade lagrådet svårigheten 
med att klart avgränsa när lämnande av en nedsättande uppgift medför 
straffrättsligt ansvar. Vid bedömningen är det många intressen som ställs 
mot varandra, främst yttrandefriheten och den enskildes rätt till personlig 
integritet. Trots bedömningssvårigheterna ansåg lagstiftaren att en 
kriminalisering till förmån för enskildas ära och heder var nödvändig. 
Kriminaliseringen grundade sig i tanken att människor lever i en 
gruppgemenskap och att det därför kan vara farligt att rikta gruppens 
missaktning mot en av dess medlemmar. Vid bedömningen om ansvar för 
förtal föreligger, angavs därför att en godtycklig avvägning mellan 
motstående intressen måste godtas i en större utsträckning än annars.77  
 
De bedömningsfrågor som varit föremål för diskussion i rättstillämpningen 
har varit om den aktuella informationen utgjort lämnande av en uppgift och 
om uppgiften i sin tur varit av nedsättande karaktär.  
 
I NJA 1992 s. 594, det så kallade Video-målet, uttalade HD att det inte kan 
anses förtalande att enbart visa eller sprida en film ur någons privatliv, även 
om det kan uppfattas som djupt kränkande för den som drabbas. I målet 
hade en man filmat när han hade samlag med en kvinna. Inspelningen 
skedde utan kvinnans vetskap. Mannen hade sedan, utan kvinnans 
samtycke, visat filmen för ett antal personer. För att trots allt komma åt 
vissa av de här situationerna utvidgade HD förtalsregeln och uttalade att den 
som visar en enskild person på film därigenom får anses lämna de uppgifter 
om personen som filmen förmedlar. Om uppgiften som filmen förmedlar är 
ägnad att utsätta den enskilde för andras missaktning utgör 
uppgiftslämnandet ett förtalsbrott. HD ansåg dock att filmen, som visade att 
kvinnan och mannen haft samlag och hur samlaget genomfördes, i sig inte 
förmedlade en nedsättande uppgift om kvinnan. Filmen kunde dock ge 
intrycket av att kvinnan kände till inspelningen och att hon inte hade något 
emot att den visades för andra. De uppgifter som därigenom kunde anses 
lämnade genom visningen av inspelningen ansåg HD vara ägnade att utsätta 
kvinnan för andras missaktning. Med hänsyn till bland annat den stora 
spridning som filmen fått dömdes mannen till grovt förtal.  
 
I NJA 1994 s. 637, det så kallade Hustler-målet, tonar HD dock ner kravet 
på uppgiftens innehåll och koncentrerade istället bedömningen till vad 
själva framställningssättet förmedlar. I målet hade en tidning publicerat ett 
fotomontage där offentliga personers ansikten hade fogats samman med 
andra personers kroppar som poserade i sexuella situationer. HD fann att det 
lätt kunde konstateras att publiceringen i fråga inte var autentiskt, men att 
bilderna i kombination med tillhörande text och reportaget i övrigt kunde 
förmedla bilden av att personerna var sexuellt lössläppta eller perversa. 
Fotomontaget ansågs därför ägnat att utsätta personerna för andras 
                                                
76 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 5 kap. 1 § under rubriken 
Skyldighet att uttala sig eller försvarligt att lämna uppgift. 
77 Jareborg och Friberg (2010), s. 73.  
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missaktning och HD dömde utgivaren för grovt förtal.  
 
Rättsfallen har bemötts med kritik i doktrinen. Genom de aningen 
ansträngda motiveringarna för att komma till ett, ur integritetshänseende, 
tillfredställande resultat har HD:s avgöranden förskjutit kravet på lämnande 
av en uppgift till att istället fokusera på uppgiftens innehåll och 
framställningssätt. Hans-Gunnar Axberger anser att HD:s avgöranden gör 
uppgiftsbegreppet diffust och gränsen för förtalsansvar otydlig.78 Staffan 
Vängby ser istället positivt på utvecklingen som skett. Målsägandena i NJA 
1994 s. 637 blev, enligt Staffan Vängby, snarare utsatta för en 
integritetskränkning än ett förtal i strikt mening och trots det fann HD att 
ansvar för grovt förtal förelåg. Han menar att det ur HD:s avgörande kan 
utläsas ett missnöje i fråga om skyddet för den personliga integriteten vid 
vissa mycket grova integritetskränkningar. HD:s uppfattning får även anses 
utgöra ett tydligt uttryck för att integritetskränkningar av grovt slag inte är 
acceptabla.79  
 
3.2.3.1.2 Grovt förtal 
Ansvar för grovt förtal stadgas i 5 kap. 2 § BrB. Som vägledande exempel 
på försvårande omständigheter som kan innebära att förtal bedöms som ett 
grovt brott är enligt lagtexten att den ärekränkande uppgiften genom sitt 
innehåll eller omfattning i vilken den blivit spridd var ägnad att medföra 
allvarlig skada.80 Att en nedsättande uppgift fått stor spridning kan således 
medföra att förtalsbrottet bedöms som grovt. En omständighet som är högst 
aktuell när kränkande uppgifter spridits via internet. Vid bedömningen av 
spridningens omfattning ska dock omständigheter såsom omgivningens 
möjligheter att identifiera den förtalade personen samt den nedsättande 
uppgiftens innehåll även beaktas. Om det framgår att uppgiftslämnaren var 
medveten om att uppgiften var osann, ogrundad eller att motivet för 
uppgiftslämnandet var att skada den förtalade finns det även anledning att 
bedöma brottet som grovt.81 
 
3.2.3.1.3 Förolämpning 
Brottet förolämpning återfinns i 5 kap. 3 § BrB och syftar till att skydda 
personer mot angrepp på självkänslan.82 Ansvar förutsätter att 
gärningsmannen uppsåtligen smädar en person genom exempelvis skällsord, 
öknamn eller annat kränkande beteende. Förolämpning avser med andra ord 
sådana handlingar som uteslutande är avsiktligt ägnade att såra den 
traditionellt benämnda subjektiva äran.83  
                                                
78 Axberger (JT 1994/1995), s. 724-726.  
79 Vängby (2006), s. 1190-1191, 1200.  
80 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 5 kap. 2 § under rubriken 
Exempel. 
81 Jareborg och Friberg (2010), s. 81. 
82 Jareborg och Friberg (2010), s. 81. 
83 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 5 kap. 3 § under rubriken 
Förolämpning av person. 
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Till skillnad från förtalsansvaret måste inte någon uppgift lämnas för att en 
förolämpning ska anses vara begången. En förolämpning kan gestalta sig i 
form av verbala uttryck men även framställningar i bild och kränkande 
kroppsrörelser kan utgöra en smädelse i lagens mening. En smädelse 
behöver inte heller innehålla en nedsättande uppgift.84 Vidare förutsätter 
ansvar för förolämpning att smädelsen riktar sig till den berörda personen. 
Det fordras således att den berörda personen lägger märke till smädelsen.85 
Skulle emellertid smädelsen utgöra lämnande av en nedsättande uppgift som 
riktas till den utsatte samt tredjeman är förutsättningarna för både förtal och 
förolämpning uppfyllda. Förolämpningsansvaret konsumeras då enligt en 
subsidiaritetsklausul i bestämmelsen.86 Det är dock inte givet att ett yttrande 
som skulle inneburit en nedsättande uppgift om det riktat sig till tredjeman 
utgör en förolämpning om det riktats till den kränkte och vise versa.  
 
Vidare utesluter samtycke ansvar under förutsättning att samtycke funnits 
innan förolämpningen begåtts. I vissa fall av provokation bör det även 
finnas utrymme för att anse handlingen som tillåten om den framstår som 
försvarlig.87  
 
Förolämpningsansvaret är liksom förtalsansvaret uppdelat i två 
svårighetgrader. I bestämmelsens andra stycke anges brottets andra 
svårighetsgrad, grov förolämpning. Några exempel på försvårande 
omständigheter anges inte i lagtexten.88 Utifrån praxis kan det dock utläsas 
att det ska vara fråga om mycket allvarliga förolämpningar som sker under 
försvårande omständigheter, exempelvis som ett led i mobbning eller 
nedbrytande beteende.89  
 
3.2.3.2 Om brott mot frihet och frid 
3.2.3.2.1 Olaga hot 
Brottet olaga hot återfinns i 4 kap. 5 § BrB och syftar främst till att bereda 
straffrättsligt skydd mot angrepp på den enskildes känsla av trygghet till 
person och egendom.90 Bestämmelsen riktar sig mot den som lyfter vapen 
mot annan eller hotar med brottslig gärning på ett sätt som är ägnat att hos 
den hotade framkalla allvarlig fruktan för egen eller annans säkerhet till 
person eller egendom.91 Olaga hot kan även beskrivas som ett angrepp mot 
                                                
84 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 5 kap. 3 § under rubriken 
Förolämpning av person. 
85 Jfr. RH 2009:40. 
86 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 5 kap. 3 § under rubriken 
Förolämpning av person. 
87 Jareborg och Friberg (2010), s. 82-83. 
88 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 5 kap. 3 § under rubriken 
Straffet. 
89 Svea hovrätts dom den 4 september 2008 (B 7460-7). 
90 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 4 kap. 5 § under rubriken 
Bakgrund. 
91 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 4 kap. 5 § under rubriken Den 
brottsliga handlingen. 
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handlingsfriheten, genom att hotet kan påverka den hotade personens 
handlingsmönster.92  
 
För att ett hot ska kunna klassificeras som olaga hot krävs att hotet om 
brottslig gärning är allvarligt menat. Det är enligt bestämmelsen tillräckligt 
att hotet är ägnat att hos den hotade framkalla allvarlig rädsla eller fruktan 
för att hotet ska realiseras. Denna bedömning görs objektivt och ska ske 
utifrån den hotades perspektiv, vilket innebär att ett brott kan vara för 
handen om brottsoffret uppfattade situationen som allvarligt menad även om 
gärningsmannen påstår att hotet var ett skämt.93 Att hotet ska vara ägnat att 
framkalla allvarlig fruktan förutsätter emellertid inte att hotet leder till att 
den hotade verkligen blir rädd för att hotet ska realiseras. Även om den 
hotade inte förstår hotets allvar kan det således bli fråga om ansvar för olaga 
hot. Formuleringen utesluter dock sådana fall då det för den hotade dels är 
uppenbart att hotet inte kunde vara allvarligt menat, dels om den hotade är 
likgiltig inför chansen att hotet realiseras eller därför att den hotade vet att 
han utan särskilda besvär kan avstyra gärningen.94  
 
Vidare krävs inte att hotet uttalas direkt till den hotade. Under förutsättning 
att syftet är att personen mot vilken hotet är riktat ska få veta om hotet 
omfattas även situationen då hotet indirekt kommer till den hotades 
kännedom av straffansvaret. Ansvar för olaga hot kan således komma ifråga 
då hotet kommit till den hotades kännedom genom vidareförmedling från 
tredjeman.95 Det krävs inte heller att hotet uttalas ”rakt ut”. Även 
antydningar såsom ”Jag vet vart du bor!”, så kallade förtäckta hot, kan vara 
ansvarsgrundande. Genom uttrycket ”ägnat att framkalla allvarlig fruktan 
för egen eller annans säkerhet till person eller egendom” anges att hotet ska 
uppnå en viss dignitet. Hotet ska antingen avse ”våld å person” som inte 
framstår som helt lindrigt eller avse att skada egendom som skulle medföra 
lidande eller avsevärd ekonomisk förlust eller olägenhet för den hotade.96 
Hotet måste således avse en brottslig gärning. Att hota med en handling som 
inte är kriminaliserad grundar inte ansvar.97 Den brottsliga gärningen som 
hotet avser behöver inte heller rikta sig mot den hotade personen utan kan 
även rikta sig mot exempelvis närstående. Detta under förutsättning att hotet 
om den brottsliga gärningen mot den närstående framstår som ett hot för den 
som hotet rikts mot.98   
 
Olaga hot är, liksom ärekränkningsbrotten, uppdelat i två svårighetgrader. I 
bestämmelsens andra stycke anges brottets andra svårighetsgrad, grovt 
                                                
92 Jareborg och Friberg (2010), s. 53.  
93 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 4 kap. 5 § under rubriken Den 
brottsliga handlingen; Schultz (2013), s. 44. 
94 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 4 kap. 5 § under rubriken Den 
brottsliga handlingen. 
95 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 4 kap. 5 § under rubriken Den 
brottsliga handlingen; Schultz (2013), s. 44. 
96 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 4 kap. 5 § under rubriken Den 
brottsliga handlingen. 
97 Jareborg och Friberg (2010), s. 53-54. 
98 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 4 kap. 5 § under rubriken Den 
brottsliga handlingen; Jareborg och Friberg (2010), s. 54. 
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olaga hot. För att brottet ska bedömas som grovt krävs att brottet i 
betydande grad skiljer sig från ”normala fall” av olaga hot, exempelvis att 
hotet riktar sig mot en person i en särskilt skyddslös ställning eller om det är 
fråga om upprepade allvarliga hot.99 
 
3.2.3.2.2 Ofredande  
Brottet ofredande återfinns i 4 kap. 7 § BrB. Den brottsliga gärningen 
beskrivs i lagtexten som: handgripligt antastande eller ofredande genom 
hänsynslöst beteende. Brottet består således av att en person allvarligt stör 
någon, det vill säga ofredar en annan person genom att ge sig på denne 
kroppsligt eller genom att bete sig på ett hänsynslöst sätt. 
Brottsbeskrivningen omfattar därmed en rad olika handlingar.  
 
Uttrycket ”handgripligen antastar” omfattar exempelvis avsiktliga knuffar 
eller då någon rycker eller sliter i en annan persons kläder.100 Under 
uttrycket ”handgripligen antastar” faller även störande av kvinnofriden. 
Fysiska handlingar såsom klappar och smekningar i syfte att närma sig en 
kvinna för sexuell förbindelse faller under ofredande men också ett 
otillbörligt närmande i ord kan straffas med hjälp av ofredande.101 
Tillämpningsområdet för ofredande bör dock ske med beaktande av andra 
straffbestämmelser, främst av misshandel, förolämpning och sexuellt 
ofredande.102 
 
För att en gärning ska anses utgöra ofredande genom hänsynslöst beteende 
framgår det av förarbetena att det krävs att beteendet utgör en kännbar 
fridskränkning. Som exempel nämns upprepade telefonpåringningar, 
spelande av hög musik eller handlingar som stör en person på något annat 
sätt.103 Fotografering eller filmning kan i sig inte utgöra ofredande, även om 
den som filmas eller fotograferas befinner sig i en privat situation, till 
exempel sexuellt umgänge. Det kan dock förekomma fotografering eller 
filmning som utförs på ett sätt som innebär ofredande. Att filma någon på 
allmän plats skulle generellt sett inte anses som ofredande, men ansvar 
skulle kunna inträda om kameran trycks upp i någons ansikte och personen 
faller bakåt.104  
 
I NJA 2008 s. 946 uttalade sig HD om ansvar för ofredande med anledning 
av hänsynslöst beteende. I målet hade två personer ovetande blivit filmade i 
en intim situation och först i efterhand fått information om inspelningarna. 
Inspelningarna hade även spridits till andra personer via e-mail. HD 
                                                
99 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 4 kap. 5 § under rubriken 
Straffet. 
100 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 4 kap. 7 § under rubriken Den 
brottsliga handlingen. 
101 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 4 kap. 7 § under rubriken Den 
brottsliga handlingen. 
102 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 4 kap. 7 § under rubriken 
Bakgrund. 
103 Prop. 1992/93:141 s. 22.  
104 Schultz (2013), s. 52. 
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konstaterade att det av förarbetena framgår att det, för att en gärning ska 
anses utgöra ofredande genom hänsynslöst beteende, krävs att den utgör en 
kännbar fridskränkning. Att gärningen måste innebära en kännbar 
fridskränkning förutsätter att någon verkligen måste ha blivit störd. Enlig 
HD förutsätter således ofredande genom hänsynslöst beteende att den utsatte 
uppfattar och är medveten om det hänsynslösa beteendet medan det äger 
rum. Vidare uttalade HD att en möjlighet för ansvar för ofredande i form av 
informationsutlämnande kräver att det fridskränkande beteendet i form av 
informationsutlämning sker direkt till den utsatte. Eftersom personerna i 
fråga inte var medvetna om inspelningen eller direkt blev informerade om 
vad de blivit utsatta för av personen som filmat dem var förutsättningarna 
för ofredande inte uppfyllda.  
 
Det kan vara svårt att dra en tydlig gräns mellan vad som i lagens mening är 
ett beteende som ska bedömas som ofredande och ett beteende som inte 
utgör grund för ansvar överhuvudtaget. En tumregel för bedömningen om 
ett hänsynslöst beteende utgör en kännbar fridskränkning är emellertid att ju 
mindre kränkande innehållet i yttrandet är, desto högre krav ställs på 
upprepning för att beteendet ska anses som brottsligt.105 Det kan även vara 
svårt att dra gränsen mellan vad som utgör ofredande och handlingar som 
utgör något annat brott, såsom förolämpning, olaga hot eller sexuellt 
ofredande. Sexuellt ofredande beskrivs nedan i kapitel 3.2.3.3.1. 
Ofredandeansvaret utgör dock något som kan beskrivas som ett 
uppsamlingsbrott. I första hand ser man om handlingen kan grunda ansvar 
för något annat brott, om inte så är fallet kan ansvar för ofredande bli 
aktuellt.106 
 
3.2.3.3 Om sexualbrott 
3.2.3.3.1 Sexuellt ofredande 
Brottet sexuellt ofredande återfinns i 6 kap. 10 § BrB. Bestämmelsen syftar 
till att fånga upp handlingar med sexuell inriktning som inte omfattas av 
något annat sexualbrott. Ansvaret omfattar således sexuella kränkningar 
som är ”minde närgångna” än de kvalificerade sexuella handlingar i BrB.  
 
Med anledning av att barn under 15 år inte anses kunna samtycka till att 
medverka i en sexuell situation har brottsoffrets ålder betydelse vid 
utdömande av ansvar för sexualbrott, och därmed även vid sexuellt 
ofredande. Bestämmelsens första stycke är endast tillämpligt i förhållande 
till barn under 15 år, medan bestämmelsens andra stycke omfattar såväl 
handlingar mot barn som handlingar mot vuxna. Den fortsatta 
framställningen kommer fokusera på ansvar enligt andra stycket eftersom 
sexuella handlingar förtagna mot barn oftast fångas upp av de kvalificerade 
sexuella handlingarna i BrB.  
 
                                                
105 Ungdomsstyrelsen (2014), s. 26. 
106 Ungdomsstyrelsen (2014), s. 25. 
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Sexuellt ofredande måste rikta sig till minst en bestämd person och avser, 
enligt bestämmelsens andra stycke, i första hand tafsanden och liknande 
närmanden som är ägnade att väcka obehag. Ett typfall är att en person 
blottar könsorganet för sexuell stimulans. Sexuellt ofredande kan även 
förövas av den som genom ord eller handlande ofredar en person på ett sätt 
som typiskt sett är ägnat att kränka den personens sexuella integritet. En 
kränkning måste således inte ha uppstått i det enskilda fallet utan 
bedömningen påverkas bland annat av i vilken miljö och i vilket 
sammanhang ofredandet företas.107 Det straffbara området för sexuellt 
ofredande avgränsas till att omfatta handlingar som har en sexuell inriktning 
genom att de på något sätt syftar till att reta eller tillfredsställa 
gärningsmannens sexualdrift.108 Alla handlingar med sexuell inriktning 
omfattas däremot inte av ansvaret. Användandet av exempelvis könsord 
eller andra yttranden innefattande sexuella påståenden faller utanför det 
straffbara området för sexuellt ofredande om syftet är annat än sexuellt. I 
många fall yttras könsord eller annat skällsord som svordomar och bör då 
bedömas som exempelvis förolämpning.109  
 
I samband med förändringarna som genomfördes i sexualbrotts-
lagstiftningen år 2013 föreslogs möjligheten att utsträcka 
tillämpningsområdet för sexuellt ofredande till att omfatta ansvar för ord 
eller handlande som ofredar en person på ett sexuellt kränkande sätt. Den 
föreslagna ändring genomfördes emellertid inte och i propositionen 
uttalades att ansvar för sexuellt ofredande även fortsättningsvis endast avser 
att omfatta handlingar som har en tydlig sexuell inriktning där gärningen 
syftar till att reta eller tillfredsställa gärningsmannens sexualdrift. Ofredande 
genom ord eller handlande som begås av andra skäl, såsom avsikt att kränka 
eller skada ett offer, faller utanför ansvarsområdet för sexuellt ofredande. 
Sådana fall av kränkningar ska hanteras enligt andra straffbestämmelser i 
BrB.110  
 
Regeringens uppfattning har dock kritiserats då ett sådant krav inte anses ha 
stöd i lagtexten. Bedömningen av om en gärning är ägnad att kränka en 
persons sexuella integritet bör istället ske utifrån objektiva grunder och inte 
utifrån gärningsmannens subjektiva syften.111 Kravet på att handlingen ska 
ha en sexuell inriktning, såtillvida att den är ägnad att reta eller tillfredsställa 
gärningsmannens sexualdrift, har även ruckats på i underrättspraxis.112 Vid 
ansvar för handlingar som kan medföra ansvar enligt såväl sexuellt 
ofredande som ofredande och förolämpning har ansvar för sexuellt 
ofredande företräde. Frågan blir därför särskilt aktuell vid gränsdragningen 
mot ofredande och förolämpning. 113 
                                                
107 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 6 kap. 10 § under rubriken 
Blottande eller ofredande. 
108 Prop. 2004/05:45 s. 88, 149. 
109 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 6 kap. 10 § under rubriken 
Blottande eller ofredande. 
110 Prop. 2012/13:111 s. 53, 55.  
111 Jareborg och Friberg (2010), s. 106-107. 
112 Se RH 2004:40 samt Uppsala tingsrätt dom den 14 juni 2007, mål nr: B 411-07. 
113 Jareborg och Friberg (2010), s. 107. 
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3.2.4 Skydd vid behandling av personuppgifter 
Den tekniska utvecklingen av datorer och internet har ansetts medföra risker 
för skyddet av den personliga integriteten på grund av de möjligheter som 
tekniken innebär i fråga om att sammanställa, lagra och sprida information 
om enskilda personer.114 Tekniken har därför kringgärdats av en särskild 
skyddsreglering, tidigare datalagen (1973:289) och nu gällande PuL, med 
syfte att skydda människor mot att deras personliga integritet kränks i 
samband med behandling av personuppgifter.115  
 
Regleringen avseende behandling av personuppgifter enlig PuL är tämligen 
omfattande och svåröverskådlig. Lagen är även uppbyggd kring ett antal 
definitioner av begrepp som återkommer genomgående i lagtexten. En 
fullständig genomgång av PuL och en redogörelse för dess 
definitionsapparat är därför inte möjlig i det här sammanhanget. Nedan 
följer endast en summarisk redogörelse för de centrala delarna av lagen som 
avser privatpersoners hantering av personuppgifter.116 
 
3.2.4.1 Personuppgiftslagen 
Under förutsättning att det i lag eller annan förordning inte finns 
bestämmelser som kolliderar med bestämmelserna i PuL är lagen en 
generellt tillämplig reglering som gäller såväl enskildas som myndigheters 
behandling av personuppgifter som är helt eller delvis automatiserad.117  
 
Av särskild betydelse för framställningen är den nya bestämmelsen i 5 a § 
PuL, den så kallade ”missbruksregeln”.118 Bestämmelsen har innebörden av 
en undantagsregel och tillkom för att åstadkomma en lagstiftning mer 
anpassad efter vardaglig behandling av personuppgifter.119 Efter införandet 
av 5 a § PuL kan lagen sägas ha två olika regelsystem. För det första 
innehåller PuL en rad bestämmelser som reglerar tillvägagångssättet vid 
behandling av personuppgifter i strukturerat material, så kallade 
hanteringsregler. För det andra innehåller lagen missbruksregeln, en 
förenklad reglering för behandling av personuppgifter i ostrukturerat 
material.120  
 
                                                
114 SOU 2007:22 d1, s. 96. 
115 År 1995 antogs Europaparlamentets och rådets direktiv 95/46/EG av den 24 oktober 1995 om 
skydd för enskilda personer med avseende på behandling av personuppgifter och om det fria flödet av 
sådana uppgifter (dataskyddsdirektivet). Dataskyddsdirektivet har införlivats med svensk lagstiftning 
genom personuppgiftslagen (1998:204) som i huvudsak följer direktivets text och disposition. Någon 
ytterligare redovisning av själva direktivet lämnas därför inte i framställningen. Dataskyddsdirektivet 
finns återgivet i sin helhet i prop. 1997/98:44. 
116 För en fördjupad förståelse av PuL hänvisas till bland annat; Blomberg, Kristina: Värt att veta om 
personuppgiftslagen. Lund 2012. 
117 Blomberg (2012), s. 27; Öman och Lindblom (2011), s. 119-124. 
118 Missbruksregeln infördes i PuL den 1 januari 2007, se Prop. 2005/06:173, SOU 2004:6 Del I.  
119 Blomberg (2012), s. 27-28. 
120 Öman och Lindblom (2011), s. 129. 
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Missbruksregeln får tillämpas vid behandling av personuppgifter när det 
dokument eller text som framställs inte ingår i eller ska ingå i ett strukturerat 
material. Avgränsningen av det undantagna området har alltså kopplats till 
materialets struktur. I det undantagna området ingår produktion av löpande 
text i ordbehandlingsprogram, publicering av löpande text på internet, 
användning av ljud- och bildupptagningar samt korrespondens med e-post 
under förutsättning att materialet inte infogas i exempelvis ett strukturerat 
ärendehanteringssystem. En behandling av personuppgifter enligt 
missbruksregeln innebär dock att man inte genom hanteringen får kränka 
den registrerades personliga integritet.121  
 
Vid bedömningen om en behandling av personuppgifter kan anses utgöra en 
kränkning av den registrerades personliga integritet ska en 
intresseavvägning mellan den enskildes behov av en fredad sfär och 
motstående legitima samhällsintressen såsom yttrande- och 
informationsfriheten, göras. Bedömningen utgår från ett helhetsperspektiv 
och det är således det inte bara de registrerade uppgifterna i sig som ska tas i 
beaktande, utan även i vilket sammanhang uppgifterna publicerades, varför 
man behandlade uppgifterna och hur omfattande spridningen varit, samt 
vilka följder som publiceringen av uppgifterna kom att få för den 
registrerade. I vissa situationer kan en harmlös bild med hänsyn till 
omständigheterna anses kränkande.122 Det har i förarbetena till lagen 
framhävts att bedömningen om behandlingen kan anses utgöra en kränkning 
av den personliga integriteten utgör en fråga för rättstillämpningen i varje 
enskilt fall. I förarbetena lämnas trots allt några riktlinjer över vad som kan 
utgöra en kränkning av den registrerades personliga integritet: behandling 
av personuppgifter i otillbörligt syfte, insamling av personuppgifter i stor 
mängd utan godtagbara skäl, förtalande och förolämpande publicering 
osv.123 Ett tydligt exempel på en behandling som innebär en kränkning av 
den personliga integriteten är om syftet med en internetpublicering är att 
skandalisera eller ”hänga ut” en person.124  
 
Vid privatpersoners behandling av personuppgifter kan således 
missbruksregeln bli tillämplig, men endast under förutsättning att 
behandlingen inte är ett led i en verksamhet av rent privat natur eller 
innefattar behandling av personuppgifter uteslutande för journalistiskt 
ändamål. Behandling av personuppgifter uteslutande för rent privata eller 
journalistiska ändamål är undantagna från PuL:s tillämpningsområde.125  
 
Behandling av rent privat natur avser till exempel ordbehandling i hemmet 
eller privat e-post.126 Rådets och kommissionens uppfattning, vilken även 
återspeglats i svensk domstolspraxis, är att det inte är fråga om behandling 
av rent privat natur när personuppgifter sprids till ett obestämt antal 
                                                
121 Öman och Lindblom (2011), s. 131-132. 
122 Blomberg (2012), s. 31. 
123 SOU 2004:6 Del I, s. 143-148. 
124 Publicering på internet. Vad får man lägga ut på webben? (Datainspektionen). 
125 Se 6-7 §§ PuL. 
126 Undantag för privat behandling av personuppgifter (Datainspektionen). 
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personer till exempel via internet.127 En öppen publicering av en 
personuppgift på till exempel Facebook, Instagram eller Twitter innebär i 
princip aldrig behandling av rent privat natur eftersom personuppgiften görs 
tillgänglig för ett obestämt antal personer. 
 
Vidare är undantaget för behandling av personuppgifter uteslutande för 
journalistiska ändamål inte begränsat till journalister eller massmedia. Även 
privatpersoner kan ha ett journalistiskt ändamål, till exempel yttranden i 
syfte att informera, kritisera eller väcka debatt i samhällsfrågor av betydelse 
för allmänheten. Undantaget gäller däremot inte om publicering av uppgifter 
om en annan person är av rent privat karaktär.128 
 
Personuppgifter som inte publiceras för rent privata eller journalistiska 
ändamål, på till exempel på Facebook, Instagram eller Twitter, är således i 
princip tillåtna så länge publiceringen inte kränker den som personuppgiften 
handlar om.129 En publicering som kränker den personliga integriteten är 
otillåten enligt PuL och kan medföra skadeståndsansvar enligt 48 § PuL. För 
att personuppgifter behandlade i strid mot missbruksregeln ska medföra 
straffansvar krävs, enligt 49 e § PuL, att hanteringen avser känsliga 
uppgifter eller personuppgifter om lagöverträdelser.  
 
Enligt 13 § PuL är det förbjudet att behandla känsliga uppgifter som bland 
annat avslöjar ras eller etniskt ursprung eller politiska åsikter. Även 
personuppgifter som rör hälsa eller sexualliv anses utgöra känsliga 
personuppgifter. Uppgifter om hälsa kan till exempel vara läkarbesök.130 
Avbildningar av personer i form av fotografier kan avslöja känsliga 
uppgifter om en person. Fotografier i ”normala” sammanhang har dock inte 
ansetts avslöja det som lagen avser med känsliga uppgifter. Avbildningar av 
människor som utövar exempelvis politiska eller sexuella aktiviteter bör 
dock som regel anses utgöra känsliga personuppgifter.131 Personuppgifter 
om lagöverträdelser kategoriseras inte som känsliga uppgifter men berör 
ändå känsliga förhållanden och, enligt 21 § PuL, är det förbjudet för andra 
än myndigheter att behandla personuppgifter om lagöverträdelser som 
innefattar bland annat brott.132  
                                                
127 SOU 2004:6 Del I, s. 160; Öman och Lindblom (2011), s. 162-163.  
128 Blomberg (2012), s. 36; se även NJA 2001 s. 409.  
129 Man får inte kränka andra människor (Datainspektionen). 
130 Vad menas med känsliga personuppgifter (Datainspektionen). 
131 Öman och Lindblom (2011), s. 288. 
132 Öman och Lindblom (2011), s. 326. 
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4 Yttrandefrihet 
4.1 Yttrandefrihetsbegreppet 
Det är, liksom begreppet personlig integritet, svårt att finna en klart 
avgränsad språklig definition av begreppet yttrandefrihet. Det har att göra 
med att gränsdragningen mellan vad som skyddas enligt yttrandefriheten 
och vad som anses falla utanför det skyddade området är komplicerad. För 
att förstå motsättningsproblematiken är det därför av betydelse att förstå 
yttrandefrihetens grundläggande syfte. Nedan följer därför en kort 
redogörelse om yttrandefrihetens innebörd och avgränsning på ett mer 
allmänt och principiellt plan.  
 
4.1.1 Yttrandefrihet som allmän princip 
Yttrandefriheten uppfattas i svensk rätt som självklar och vårt anspråk på 
ordets frihet upplevs snarare som en rättighet som medborgarna tillerkänner 
varandra än ett medgivande från statsmakten. Det kan därför sägas att det 
ligger i sakens natur att yttrandefriheten är en allmängiltig princip grundad 
på ideal.133 Yttrandefrihetens innehåll och tillämpning beskrivs därför inte 
genom en allmän och positiv definition, utan bestäms snarare utifrån de 
avvägnigar mellan motståeende intressen som görs vid inskränkningar i 
principen. Yttrandefriheten som princip skulle dock i sin vidaste betydelse 
kunna beskrivas som en handlingsfrihet för den enskilde att utan otillbörlig 
inblandning kunna kommunicera med sin omgivning och med allmänheten 
oavsett ämne och tillvägagångssätt.134   
 
I den ständigt pågående och öppna debatten om yttrandefrihetens gränser 
ligger ett erkännande om att friheten förändras i takt med 
samhällsutveckligen. I näthatsdebatten grundar sig samhällets missnöje i 
tanken att ingen frihet kan vara villkorslös. Argument som ofta framförs är 
att hotfulla eller kränkande yttranden i sig inte har med yttrandefriheten att 
göra. Kritiken riktas mot uppgiftslämnarens syfte med det hotfulla eller 
kränkande yttrandet och att det syftet inte har varit sådant som 
yttrandefrihetsregleringen avsett att skydda. Yttrandefrihetens gränser blir 
därför ofta en diskussion om yttrandefriheten som princip, dess syfte och 
funktion i samhället.  
 
Som grund för yttrandefriheten framförs främst tre argument. Tillsammans 
ger de en samlad bild av det syfte och funktion som yttradefriheten har i de 
flesta västerländska länder. Det första argumentet grundar sig i att en öppen 
och fri åsiktsbildning leder fram till sanningen, vilket i sin tur leder till att 
väl underbygda beslut fattas. Tanken bakom sanningsargumentet är att 
                                                
133 SOU 1979:49 s. 20; Brinnen (1999), s. 41. 
134 Brinnen (1999), s. 41.  
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åsikter och värderingar bäst bemöts genom att de finns fritt tillgängliga och 
kan vägas mot varandra.135  
 
Det andra agrumentet baseras på tanken att varje enskild individ har rätt till 
självförverkigande. Möjligheten att fritt få yttra sig och komminucera sina 
tankar och åsikter med sin omgivning är en viktig del av varje enskild 
individs personliga och intelektuella utveckling. Begränsningar i 
yttranddefriheten skulle således motverka den enskilde individens 
utveckling.136  
 
Det tredje och vanligaste argumentet som grund för yttrandefriheten är dess 
avgörande betydelse för det demokratiska styrelseskicket, den så kallade 
politiska yttrandefriehten.137 Yttrandefrihetens centrala funktion i svensk 
rätt framställs ofta som en garanti mot maktmissbruk. Den ger var och en av 
medborgarna möjligheten att kritisera makthavare.138 Yttrandefriheten fyller 
förvisso en viktig politisk funktion och måste anses som frihetens kärna men 
friheten innebär även ett erkänannde av en rättighet i sig. Yttrandefriheten 
måste sägas ha ett vidare syfte än att endast upprätthålla den fria 
opinionsbildningen. Istället för att tala om frihetens funktion i inskränkt 
mening bör man, enligt Hans-Gunnar Axberger, tala om frihetens syfte i 
ideologisk mening det vill säga en rättighet för var och en att fritt yttra sig i 
vilket ämne som helst.139 Behovet av ett yttrandefriehtsskydd på det 
generella planet kan dock sägas minska ju längre från frihetens kärna ett 
yttrande befinner sig.140 Yttrandefriheten ska dock inte uppfattas som om att 
friheten är starkast för de etablerade åsikterna utan tvärtom kan ett yttrandes 
skyddsvärde sägas växa med dess kontroversiella natur. Den så kallade 
yttrandefrihetens paradox innebär att gränserna mellan de mest skyddsvärda 
yttrandena och de yttrandena som kan sägas utgöra ett missbruk av 
yttrandefrieten är hårfin. Den delikata balansen hör till de viktigaste 
frågorna att diskutera när det gäller yttrandefriheten.141    
 
4.2 Yttrandefrihet i svensk rätt 
4.2.1 Regerigsformen 
I 1 kap. 1 § andra stycket RF anges att: ”Den svenska folkstyrelsen bygger 
på fri åsiktsbildning och på allmän och lika rösträtt. […]”. Den fria 
åsiktsbildningen innebär minoritetens rätt att kritisera och ifrågasätta 
styrande i stat, kommun och offentlig förvaltning samt andra makthavare i 
                                                
135 Brinnen (1999), s. 45. 
136 Brinnen (1999), s. 45. 
137 Den politiska yttrandefrihetens centrala funktion i Sverige framgår bland annat av RF 1 kap. 1 § 
andra stycket ”Den svenska folkstyrelsen bygger på fri åsiktsbildning och på allmän och lika rösträtt.” 
samt RF 2 kap. 12 § andra stycket där det stadgas att yttrandefriheten ”[…] ej heller sträcka sig så 
långt att den utgör ett hot mor den fria åsiktsbildningen såsom en av folkstyrelsens grundvalar.”. 
138 Brinnen (1999), s. 45. 
139 Axberger (1984), s. 72; SOU 1979:49 s. 20; SOU 1983:70 s. 78.  
140 Brinnen (1999), s. 46. 
141 Brinnen (1999), s. 46. 
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organisationer och näringsliv. Skyddet för yttrandefriheten är alltså en av 
grundbultarna i ett demokratiskt samhälle.142  
 
I 2 kap. 1 § RF är var och en mot det allmänna även tillförsäkrad de så 
kallade opinionsfriheterna. Hit hör yttrandefriheten, informationsfriheten, 
mötesfriheten, demonstrationsfriheten, föreningsfriheten och religions-
friheten. Även om alla opinionsfriheterna är nära sammanbundna med 
yttrandefriheten i stort, är det främst yttrandefriheten och informations-
friheten som är av betydelse för framställningen.  
 
Yttrandefriheten innebär enligt 2 kap. 1 § första punkten RF en: ”[…] frihet 
att i tal, skrift eller bild eller på annat sätt meddela upplysningar samt 
uttrycka tankar, åsikter och känslor.”. Informationsfriheten innebär enligt 2 
kap. 1 § andra punkten RF en: ”[…] frihet att inhämta och ta emot 
upplysningar samt i övrigt ta del av andras yttranden.”.   
 
Det måste dock finnas yttre gränser för yttrandefriheten. Opinionsfriheterna 
kan därför enligt 2 kap. 20 § RF begränsas i lag. Enligt 2 kap. 21 § RF får 
friheterna begränsas endast för att tillgodose ändamål som är godtagbara i 
ett demokratiskt samhälle. Enligt proportionalitetsprincipen får 
begränsningen inte gå utöver det som är nödvändigt med hänsyn till 
ändamålet och inte heller sträcka sig så långt att begränsningen innebär ett 
hot mot den fria åsiktsbildningen som är en av demokratins grundvalar. 
Yttrande- och informationsfriheten får dock enligt 2 kap. 23 § RF 
inskränkas med hänsyn till bland annat skyddet för den personliga 
integriteten eller om särskilt viktiga skäl föranleder det.  
 
4.2.2 Europakonventionen 
4.2.2.1 Artikel 10 - Rätten till yttrandefrihet  
Enligt artikel 10 Europakonventionen har även var och en rätt till 
yttrandefrihet. Rättigheten innefattar åsiktsfrihet samt frihet att ta emot och 
sprida uppgifter och tankar, såväl skriftliga som muntliga, utan offentliga 
myndigheters inblandning och oberoende av territoriella gränser. 
Mottagande och spridande av information och idéer ska i princip vara fritt 
och friheten omfattar inte bara positiva yttranden utan också yttranden som 
chockar eller kränker staten eller någon del av befolkningen.143 
 
Yttrandefriheten omtalas som en av grundpelarna i ett demokratiskt 
samhälle vilket även har betonats av Europadomstolen i ett flertal domar. 
Enligt domstolen utgör yttrandefriheten en grundläggande förutsättning för 
samhällets och varje enskild individs utveckling.144  
 
                                                
142 Strömberg och Lundell (2013), s. 11. 
143 Danelius, (2012), s. 428-429. 
144 Se Handyside mot förenade konungariket, dom den 7 december 1976. 
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Av yttrandefrihetens fundamentala ställning i ett demokratiskt samhälle 
följer att inskränkningar i rättigheten måste vara grundade på övertygande 
skäl och konventionsstaterna får således inte begränsa rättigheten efter eget 
tycke. För att inskränkningar ska accepteras som konventionsenliga måste 
de därför uppfylla kraven i artikel 10.2 Europakonventionen. 
Yttrandefriheten får inskränkas med stöd i lag, bland annat om det i ett 
demokratiskt samhälle är nödvändigt men hänsyn till exempelvis skyddet av 
någons annans goda namn och rykte. Artikel 10 Europakonventionen talar 
dock inte bara om inskränkningar utan även formföreskrifter, straffpåföljder 
och villkor som begränsar yttrandefriheten. Det är således inte endast fråga 
om åtgärder som hindrar eller försvårar för någon att uttrycka sin åsikt utan 
även exempelvis påföljder som i efterhand drabbar den på grund av att han 
eller hon utnyttjat sin yttrandefrihet. I övrigt innehåller artikel 10 
Europakonventionen i stort sett samma möjligheter till inskränkningar som 
artikel 8 Europakonventionen.145  
 
4.2.2.2 Sveriges förpliktelser enligt 
Europakonventionen 
Yttrandefriheten som stadgas i artikel 10 Europakonventionen innebär 
främst att staten ska avhålla sig från att hindra eller bestraffa spridning av 
tankar och idéer. Europakonventionen ålägger således det allmänna en 
negativ förpliktelse att inte handla. Trots att artikel 10 Europakonventionen 
främst ålägger staten en förpliktelse att avhålla sig från vissa handlingar, 
kräver artikeln också att staten genom bland annat ändamålsenlig 
lagstiftning skyddar rätten att fritt sprida åsikter och tankar från ingrepp från 
enskilda personer eller intuitioner för vilka staten inte bär direkt ansvar.146  
 
                                                
145 Danelius, (2012), s. 431.  
146 Danelius, (2012), s. 430. 
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5 Intresseavvägning: 
yttrandefrihet mot personlig 
integritet  
De två grundläggande värdena yttrandefrihet och skyddet för den personliga 
integriteten kan beskrivas som två motpoler som oavbrutet måste vägas mot 
varandra. Frågan som inställer sig är: hur långt ska man gå för att skydda det 
ena utan att skada det andra? Denna delikata intresseavvägning mellan frihet 
och skydd är på intet sätt ny, utan balansgången mellan frihet och skydd har 
lagstiftaren vandrat allt sedan tryckfrihetens tillkomst år 1766. Den tekniska 
utvecklingens möjliggörande har dock ställt yttrandefriheten och skyddet för 
den personliga integriteten mot varandra på ett sätt som inte aktualiserats 
tidigare.147 
 
5.1 Yttrandefrihetstradition i svensk rätt 
och Europakonventionen 
Sverige har en stark tradition av en långtgående tryck- och yttrandefrihet 
och den rättsliga regleringen av friheterna betraktas i många svenska ögon 
som något unikt. Uppfattningen brukar även förenas med ståndpunkten att 
yttrandefriheten har tjänat demokratin väl och den vidsträckta friheten är 
något vi i Sverige ska vara stolta över.148 Synen på yttrandefrihetens 
särställning i svensk rätt går långt tillbaka i Sveriges historia och har i sin 
tur satt sin prägel på utformandet av det svenska skyddet för den personliga 
integriteten. I svensk rättstradition sägs det ha funnits en motvilja till att 
tillerkänna den enskilde individen en skyddad privat sfär. Tankesättet 
härstammar från upplysningsfilosofins idéer under 1700-talet där individens 
fri- och rättigheter stod i centrum. Den enda fri- och rättighet som fick 
verkligt fäste i svensk rätt var emellertid tryckfriheten.149  
 
I ett ständigt föränderligt samhälle måste dock yttrandefrihetens gränser 
kontinuerligt diskuteras och värderas. Uppfattningen om att det svenska 
integritetsskyddet behöver stärkas, även om det sker på bekostnad av en 
något mer begränsad yttrandefrihet, har fått förnyad aktualitet och lyfts upp 
till debatt under de senaste åren. Det ska dock poängteras att det i debatten 
även uttrycks en rädsla för konsekvenserna av en mer inskränkt 
yttrandefrihet. Det är fråga om två kommunicerande värden och en 
förstärkning av integritetsskyddet skulle innebära en direkt konsekvens för 
yttrandefriheten.150  
                                                
147 Person; Knutsson; Johansson (Advokaten 2013:2), s. 22-23. 
148 Person; Knutsson; Johansson (Advokaten 2013:2), s. 22-23. 
149 Axberger (SvJT 2009), s. 468.  
150 Person; Knutsson; Johansson (Advokaten 2013:2), s. 22. 
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Med hänsyn till yttrandefrihetens fundamentala ställning i ett demokratiskt 
samhälle anses emellertid ofta friheten väga tyngst i svensk rätt. Mårten 
Schultz anser dock att det är en orättvis kamp mellan de grundläggande fri- 
och rättigheterna. Han menar att intresseavvägningen mellan 
yttrandefriheten och integritetsskyddet är otroligt snedvriden om man ser till 
den svenska lagstiftningen. Yttrandefriheten har givits en speciell plats i 
grundlagarna medan alla andra fri- och rättigheter samlats i ett undanskymt 
kapitel i RF. Matchen avgjordes därigenom redan på 1700-talet i och med 
införandet av tryckfrihetsförordningen. Svensk rättstradition kan därför 
sägas utgå från att yttrandefriheten är primär medan den i själva verket är 
jämställd med andra fri och rättigheter, såsom skyddet för den personliga 
integriteten. 151   
 
Ser man till Europakonventionen, där det finns mer eller mindre hierarkiskt 
uppställda rättigheter, kommer skyddet för den personliga integriteten före 
yttrandefriheten. Båda rättigheterna är dock, enligt Mårten Schultz, 
jämbördiga och förtjänar därmed också den nationella lagstiftningens 
likvärdiga skydd. Även Axel Calissendorff menar att både yttrandefriheten 
och skyddet för den personliga integriteten är delar av de grundläggande 
mänskliga fri- och rättigheterna och bör därför tillerkännas samma tyngd i 
normhierarkin. Axel Calissendorff påstår även att det kan vara så att 
yttrandefriheten skulle vinna i legitimitet om det finns ett starkaste skydd för 
den personliga integriteten än vad som finns idag.152 Charlotte Brokenlid, 
lagman vid Jönköpings tingsrätt, uttrycker att ”yttrandefriheten har kommit 
att bli ett hot mot sig själv”. Med det menar hon att hat, hot och kränkningar 
på internet riskerar att undergräva den öppna samhällsdebatten, eftersom 
människor drar sig från att yttra sig i rädsla för att själv bli ”uthängda”.153 
När hatet och hoten personcentreras till politiker eller jurister riskerar även 
rättsväsendets integritet att påverkas.154 Ett intressant ämne som det 
emellertid inte finns utrymme att diskutera vidare inom ramen för den här 
framställningen.  
 
5.2 Den delikata balansgången  
Genom att såväl artikel 8 som artikel 10 Europakonventionen medger att de 
båda rättigheterna får inskränkas till förmån för någon annans fri- eller 
rättighet skapas en intressekonflikt som fordrar en balansering av dessa 
rättigheter. När yttranden i tal eller skrift innefattar ett angrepp på en annan 
persons namn eller goda rykte får dock yttrandefriheten i många fall ge vika. 
Det framgår av att skyddet för annans namn eller goda rykte anges i artikel 
10.2 Europakonventionen som ett skyddsvärt intresse. Finns det ett starkt 
allmänt intresse såsom den fria politiska debatten å andra sidan, får enskilda 
personers anspråk på skydd för privatlivet ofta ge vika. Här, som i andra 
                                                
151 Person; Knutsson; Johansson (Advokaten 2013:2), s. 22-23. 
152 Person; Knutsson; Johansson (Advokaten 2013:2), s. 22-23. 
153 Greberg (Dagens Juridik 2014). 
154 Schultz (Advokaten 2013:8), s. 30-31. 
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avseenden, blir dock kravet på proportionalitet avgörande för den 
intresseavvägning som ska göras mellan friheten och skyddet.155 
  
När yttrandefriheten och skyddet för privatlivet står emot varandra ska 
således domstolen göra en proportionerlig intresseavvägning mellan de två 
rättigheterna. De nationella domstolarna har att göra denna avvägning på ett 
sätt som stämmer överens med Europakonventionens krav ifråga om de 
båda rättigheterna.156 Europakonventionens viktigaste roll i sammanhanget 
är därför att förtydliga relationen mellan yttrandefriheten och skyddet för 
den personliga integriteten.157  
 
Europadomstolen har i flera avgöranden balanserat de två rättigheterna mot 
varandra. I två principiellt viktiga avgörande, von Hannover mot Tyskland 
(nr2)158 och Axel Springer AG mot Tyskland159, sammanfattar 
Europadomstolen vad den anfört i tidigare avgöranden och anger utifrån de 
allmänna principer för hur en intresseavvägning mellan yttrandefriheten och 
skyddet för den personliga integriteten ska göras. De kriterier som ska 
beaktas vid intresseavvägningen är: i vilken mån publiceringen bidrar till en 
diskussion av allmänt intresse; hur välkänd den berörda personen är och 
ämnet publiceringen handlar om; tidigare uppträdande av den berörda 
personen, innehåll, gestaltning och konsekvenser av publiceringen; samt 
omständigheterna under vilka informationen inhämtades.  
 
Intresseavvägningen mellan yttrandefriheten och rätten till skydd för 
privatlivet blir således en bedömning i varje enskilt fall. Generellt sett 
skiljer Europadomstolen mellan graden av yttrandefrihet på olika områden 
och lägger ribban olika högt för staters ”margin of appreciation” beroende 
på: personen som yttrandet omfattar, sammanhanget i vilket yttrandet 
publicerats och innehållet i yttrandet. Så länge det inte har utvecklats en 
gemensam rättsuppfattning om hur avvägningen mellan yttrandefriheten och 
skyddet för privatlivet ska göras är det dock inte uteslutet att Sverige, med 
hänsyn till den bedömningsmarginal som tillerkänns konventionsstaterna, 
åberopar traditionen av en långtgående yttrandefrihet som försvar för de 
eventuella bristerna i skyddet för privatlivet som aktualiseras. 
 
 
                                                
155 Danelius, (2012), s. 357, 446; se även Caroline von Hannover mot Tyskland, dom den 24 juni 
2004. 
156 Prop. 1993/94:117, s. 37; bet. 1993/94:KU24, s. 18. 
157 Person; Knutsson; Johansson (Advokaten 2013:2), s. 26. 
158 Von Hannover mot Tyskland (nr 2), dom den 7 februari 2012 (punkt 108-113).  
159 Axel Springer AG mot Tyskland, dom den 7 februari 2012 (punkt 89-95). 
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6 Ett nytt medielandskap 
6.1 Internetanvändningen i Sverige - då 
och nu 
Statistiska Centralbyrån (SCB)160 har sedan år 2000 fört statistik över 
privatpersoners användning av informationsteknik161 i Sverige. 
Undersökningarna har årligen genomförts i form av urvalsundersökningar 
på uppdrag av Europeiska Unionens statistikorgan Eurostart och 
Näringsdepartementet. Det finns dock inom ramen för den här 
framställningen endast utrymme att mycket översiktligt belysa 
utvecklingstendenser på området utifrån SCB:s statistik. För mer fakta om 
statistiken hänvisas till SCB:s publikationer: Privatpersoners användning av 
datorer och internet 2004 respektive Privatpersoners användning av 
datorer och internet 2013.  
 
År 2013 hade totalt 94 procent av svenska befolkningen i åldern 16-74 år 
tillgång till dator i hemmet och 95 procent i samma åldersgrupp hade även 
tillgång till internet i hemmet.162 Tio år tidigare, år 2004, hade endast 84 
procent av den svenska befolkningen i åldern 16-74 år tillgång till dator i 
hemmet och 79 procent i samma åldersgrupp hade även tillgång till internet 
i hemmet.163 Under första kvartalet år 2013 hade 81 procent av den svenska 
befolkningen i åldern 16-74 år i princip dagligen använt internet jämfört 
med 52 procent i samma åldersgrupp under det första kvartalet år 2004.164  
 
Även om den totala tillgången till dator och internet i hemmet under den 
senaste tioårsperioden har ökat och förutspås även en fortsatt ökning, har 
användningen av datorer och internet i det stora hela stabiliserats under de 
senaste åren. Den stora förändringen som syns idag är användningen av 
mobilt internet till smartphones165 och surfplattor166.167   
 
År 2013 använde totalt 65 procent av befolkningen i åldern 16-74 år 
mobiltelefon utanför hemmet för att koppla upp sig till internet. 
Skillnaderna mellan åldrarna, när det gäller uppkoppling till internet via 
mobiltelefon, är dock stora. I åldersgrupperna 16-44 år hade mellan 83-86 
procent kopplat upp sig till internet via mobiltelefon medan endast 16 
                                                
160 SCB är en statlig förvaltningsmyndighet som har ansvar för officiell statistik och annan statlig 
statistik. 
161 Samlingsbegrepp för de tekniska möjligheter som skapats genom framsteg inom datorteknik och 
telekommunikation. Se Informationsteknik (Nationalencyklopedin). 
162 Privatpersoners användning av datorer och internet 2013 (SCB), Tabell 1 och 3.  
163 Privatpersoners användning av datorer och Internet 2004 (SCB), Tabell 13 och 17.  
164 Privatpersoners användning av datorer och internet 2013 (SCB), Tabell 28; Privatpersoners 
användning av datorer och internet 2004 (SCB), Tabell 42. 
165 En mobil enhet som kan användas både som mobiltelefon och handdator. 
166 En handdator med pekskärm. 
167 Findahl, (2013), s. 9. 
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procent i åldersgruppen 65-74 år hade gjort det.168 Tio år tidigare, år 2004, 
hade endast 26 procent av den svenska befolkningen i åldern 16-74 år 
tillgång till mobiltelefon med möjlighet att koppa upp till internet.169 
 
Vi kan konstatera att den tekniska utvecklingen är både omfattande och 
snabb. Över en tioårsperiod ser vi inte bara en ökad tillgänglighet till datorer 
och internet i hemmet, utan internet finns idag även tillgängligt genom 
mobilt internet närsomhelst och varsomhelst och en allt större del av vår 
vardagskommunikation passerar idag vid ett eller annat tillfälle över 
internet. Den tekniska utvecklingen har på tio år skapat något som kan 
beskrivas som ett ”internetsamhälle” tillgängligt för alla.   
 
6.2 Den digitala vardagen: förändrade 
sociala beteenden 
Under den stabila ytan av den totala internetanvändningen i Sverige sker 
förändringar. Det mobila internetets intåg innebär att allt fler kopplar upp 
sig till internet även utanför hemmet, som till skillnad från tidigare var den 
enda plats där internet fanns tillgängligt. Det är därför idag inte är själva 
utvecklingen av tekniken i sig som är det mest intressanta utan fokus har 
flyttats till hur användningen integreras i människors vardags-
kommunikation.  
 
Som ett resultat av den tekniska utvecklingen har det under de tio senaste 
åren skapats en plattform för kommunikation via internet och främst sociala 
medier. Under år 2013 besökte 44 procent av internetanvändarna i åldern 
över tolv år dagligen sociala nätverk.170 Drygt tre timmar i veckan 
spenderade genomsnittsanvändaren på sociala nätverk. För de yngre 
användarna, i åldern 12-25 år, är tiden som spenderades på sociala medier 
nästintill dubbelt så lång, närmre en timme per dag.171 År 2004 använde 
endast 16 procent av svenska befolkningen i åldern 16-74 år internet som 
socialt kommunikationssätt.172 
 
Den tekniska utvecklingen där vi ser den största förändringen under en 
tioårsperiod är således användningen av internet som en plattform för att 
kommunicera. Vidare är framväxten av hot och kränkningar som sker via 
internet och sociala medier ett tydligt exempel på hur den nya tekniken 
förändrar människors beteendemönster.  
 
                                                
168 Privatpersoners användning av datorer och internet 2013 (SCB), Tabell 40. 
169 Privatpersoners användning av datorer och internet 2004 (SCB), Tabell 15. 
170 Findahl (2013), s. 20. 
171 Findahl (2013), s. 33.  
172 Privatpersoners användning av datorer och internet 2004 (SCB), Tabell 48. 
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6.3 Sociala medier: ett redskap för 
yttrandefriheten  
Under den senaste tioårsperioden har framväxten av sociala medier varit stor 
och de utvecklingstendenser som finns på området spås inte mattas av. 
Utvecklingen av internet i allmänhet och sociala medier i synnerhet har 
förändrat förutsättningarna för masskommunikation. Den globala 
kommunikationsplattform som internet och sociala medier skapat har 
medfört att mängden information som sprids till allmänheten har ökat 
dramatiskt samtidigt som kontrollen över informationsspridningen har 
minskat. Det är idag inte bara medieföretagen som har tillgång till 
masskommunikation utan varje enskild individ har idag möjligheten att med 
enkla och oftast kostnadsfria medel sprida yttranden till allmänheten. 
Internet och sociala medier har därmed blivit ett redskap som ger individen 
större möjligheter att utnyttja yttrandefriheten. De sociala medietjänster som 
dominerat interaktion på internet de senaste tio åren är främst: Facebook, 
Instagram och Twitter.  
 
6.3.1 Facebook 
Facebook är ett gratis socialt nätverk eller en så kallad community173 som 
finns tillgänglig via Facebooks webbsida men kan även användas genom 
applikationer anpassade för att fungera i olika användarenheter såsom 
mobiltelefoner och surfplattor.174 Facebook lanserades i februari 2004 och 
har tio år efter lanseringen cirka 1,3 miljarder användare, varav cirka 757 
miljoner användare loggar in varje dag.175 Under år 2013 var 66 procent av 
internetanvändarna i Sverige över 12 år besökare av Facebook.176    
 
Användare av Facebook skapar ett konto och kan därigenom umgås, hålla 
kontakten och dela information med andra användare. Facebook utgår från 
att användare uppger sitt riktiga namn och registrerade användare kan 
därigenom söka upp andra användare och därefter ansöka om att få blir 
deras ”vän”. Genom att ansöka om att bli ”vän” med en annan användare 
och acceptera andra användare att bli sin ”vän”, styr användaren själv vilken 
information som delas ut och för vilka information blir synlig. När 
användaren blivit ”vän” med en annan användare kan användarna 
kommunicera genom att skicka privata meddelande, skriva på varandras 
anslagstavlor, så kallade ”wall”, samt publicera och dela bilder och 
filmer.177 Facebook är således en digital mötesplats med syfte att 
sammanlänka vänner men är även en plattform för att skapa nya kontakter.  
 
                                                
173 En mötesplats på internet.  
174 Vad är Facebook? (Facebook FAQ). 
175 Bergin (Svenska Dagbladet 2014). 
176 Findahl, Olle: Svenskarna och internet 2013. Version 1.0 2013, s. 32. 
177 Vad är Facebook? (Facebook FAQ). 
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6.3.2 Twitter 
Twitter är ett socialt nätverk och även en så kallad microblogg som finns 
tillgängligt via Twitters webbplats men kan även användas genom 
applikationer anpassade för att fungera i exempelvis olika användarenheter 
såsom smartphones och surfplattor. Twitter lanserades i mars 2006 och har 
internationellt flera hundra miljoner registrerade användare. Ur ett nationellt 
perspektiv är användningen av Twitter mer begränsad men under de senaste 
två åren har antalet användare ökat från 8 till 17 procent av 
internetanvändarna.178  
 
Användare av Twitter skapar ett användarkonto som gör att användaren kan 
skicka och läsa korta meddelanden, så kallade ”tweets”. Meddelandena är 
textbaserade och får vara högst 140 tecken långa och visas öppet på 
användarens profilsida. Vidare kan användare ”följa” andra användares 
meddelandeflöde och kallas då ”följare”.179  
 
Den som skriver en ”tweet” gör det i allmänhet med hela världen som 
publik. Det finns dock en möjlighet att begränsa tillgängligheten genom att 
låsa användarkontot så att enbart godkända personer kan följa 
meddelandeflödet. Med denna form av begränsning fungerar Twitter mer 
som en form av kommunikationskanal mellan på förhand utpekade personer 
tillskillnad från standardinställningen som innebär att meddelandena sprids 
till en obegränsad krets läsare.180 
 
Det som är speciellt med Twitter är den kommunikation som sker i ett 
senare led. De meddelande som sprids på Twitter sprids långt bortom den 
ursprungliga upphovsmannens digitala bekantskapskrets genom så kallade 
”retweets”. En ”retweet” innebär att en användare sprider eller 
vidarebefordrar en annan användares ”tweet”. Genom att ett meddelande 
”retweetas” kan det spridas till ett stort antal människor utanför den 
ursprungliga upphovsmannens kontroll. Tillskillnad från traditionella 
kommunikationsmedia är vidarebefordringstanken integrerad i Twitters 
teknik. Det finns inte heller, till skillnad från andra sociala medier, någon 
social kontroll i form av någon relation mellan användarna av Twitter.181 
 
6.3.3 Instagram 
Instagram är en gratis internetbaserad social nätverkstjänst, i form av en 
fotografi- och videodelningsapplikation, som finns tillgänglig för olika 
användarenheter såsom smartphones och surfplattor. Instagram lanserades i 
oktober 2010 och i februari år 2013 hade tjänsten 100 miljoner aktiva 
medlemmar runt om i världen.182  
                                                
178 Findahl (2013), s. 35-36. 
179 Schultz (2013), s. 156. 
180 Schultz (2013), s. 156-157. 
181 Schultz (2013), s. 157. 
182 Instagram (Internetstatistik.se). 
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Användare av Instagram-applikationen skapar ett unikt användarkonto med 
hjälp av en e-postadress och ett lösenord. Genom att logga in på sitt 
användarkonto kan användaren publicera ett fotografi alternativt en video 
med eller utan tillhörande text, titta på andra användares fotografier eller 
videos, kommentera egna och andras fotografier eller videos samt 
vidareförmedla fotografier eller videos till andra sociala medier såsom 
Facebook eller Twitter. För att publicera ett fotografi eller video krävs att 
användaren väljer ett fotografi eller video som denne har sparad på sin 
användarenhet. Genom att ”dela” fotografiet eller videon skapas ett inlägg 
på det egna kontot där fotografiet eller videon publiceras tillsammans med 
eventuell bildtext.183 
 
På Instagram-applikationen finns även möjligheten att ”följa” andra 
användares konton. Denna funktion innebär att användaren kontinuerligt 
kan se och hålla sig uppdaterad om nya inlägg som publiceras på det konto 
som följs. Vidare är Instagam-konton antingen offentliga eller privata. Ett 
offentligt konto är tillgängligt för alla användare av Instagram medan ett 
privat kontos inlägg endast kan nås av användare som har ansökt om att få 
”följa” kontot samt har accepterats av kontoinnehavaren som ”följare”.184  
 
Ett inlägg som publiceras på Instagram kan spridas utom kontoinnehavarens 
kontroll. Detta sker genom att inlägget avbildas genom en så kallad 
skärmdump185. Skärmdumpen sparas som ett fotografi på användarenheten 
och möjliggör vidarespridning genom till exempel bildmeddelande 
alternativt publicering på Instagram, Facebook eller Twitter. Även om 
Instagram-kontot är privat kan kontoinnehavaren inte förhindra 
vidarespridning av publicerade inlägg som görs av accepterade ”följare”.186  
 
6.4 Sociala medier: konsekvenser för den 
personliga integriteten 
Den ovan beskriva tekniska utvecklingen av internet och sociala medier är 
ur ett yttrandefrihetsperspektiv starkt positiv men har också medfört 
nackdelar för den personliga integriteten. Den tekniska utvecklingen av 
internet och sociala medier har lett till kraftigt utökade möjligheter till 
tillgänglighet, sökbarhet och lagring avseende information av privat karaktär 
vilket skapar konsekvenser för den del av integritetsskyddet som rör 
information om den enskildes personliga förhållanden. Integritetskänsliga 
och kränkande uppgifter kan idag spridas som ringar på vattnet med långt 
värre konsekvenser än tidigare tekniker möjliggjorde.187  
 
                                                
183 Göteborgs tingsrätts dom den 25 juni 2013, mål nr: B 705-13, s. 7-8. 
184 Göteborgs tingsrätts dom den 25 juni 2013, mål nr: B 705-13, s. 8. 
185 Ett fotografi av det som visas på användarenhetens skärm.  
186 Göteborgs tingsrätts dom den 25 juni 2013, mål nr: B 705-13, s. 8. 
187 Schultz (2013), s. 153. 
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Till skillnad från den fysiska miljön, där kommunikation och samvaro är 
omedelbar och lokal, så skapar internet och sociala medier en 
kommunikation med obegränsad räckvidd. De nya utmaningar som 
aktualiseras skulle därför kunna sägas ha en stark koppling med internets 
natur i sig.  
 
6.4.1 Ökad tillgänglighet och öppenhet 
Som statistiken ovan visar har den tekniska utvecklingen av internet i sig, 
men även utvecklingen av användarenheter, såsom smartphones och 
surfplattor, dramatiskt ökat tillgängligheten för spridning och inhämtande av 
känslig privat information. För många människor är det idag naturligt att 
internet ständigt finns tillgängligt i byxfickan. Möjligheterna att sprida 
kränkande yttranden i den digitala miljön är därför, tillskillnad från den 
traditionella fysiska miljön, nästintill obegränsade. Genom internets 
tillgänglighet riskerar individer numera att möta kränkande eller hotfulla 
uppgifter i en miljö utan varken rums- eller tidsbegränsning. Viktigt att 
poängtera är än en gång att det inte är kränkningar av den personliga 
integriteten som är nytt utan platsen, den digitala miljön och dess effekter 
och omfattning. 
 
Tillgängligheten har i sin tur förändrat vårt sociala beteende. Idag utövas en 
stor del av människors sociala liv på internet genom att människor bygger 
och fördjupar relationer. Kommunikationen på internet sker med hjälp av 
bland annat bilder som läggs upp på mer eller mindre öppna plattformar. 
Det sociala internetet skapar delaktighet och engagemang när användaren 
själv ges möjlighet att påverkar innehållet.188 Internets och främst sociala 
mediers genombrott har därför förändrat hur vi konsumerar information men 
även hur vi själva producerar information.189 Tillgängligheten av internet, 
och i synnerhet sociala medier, har på så sätt gjort människor mer öppna 
med vad som anses som personligt och tillhörande den skyddade privata 
sfären. Vår inställning till tekniken och dess möjligheter förändras konstant 
och det är vi användare som håller i taktpinnen för var gränsen går för vad 
som är privat och vad som är publikt. Tidigare skrev vi dagbok och satte på 
ett hänglås. Idag är vi betydligt mer omedelbara och offentliga med vårt 
privatliv och sällan har vi vetat så mycket om varandra som idag när vi till 
stor del lever i en digital miljö. Den ökade tillgängligheten av internet och 
användarenheter har ökat tillgängligheten av privat information och 
inställningen till vad som är privat har även flyttats fram i takt med 
tekniken.190  
 
                                                
188 Den sociala webben (Statens medieråd). 
189 Sociala mediers roll och uppkomst (Statens medieråd). 
190 Privatliv på internet (Sveriges Radio P1 2011); Bylund (2013), s. 40. 
 48 
6.4.2 Anonymitet, fysisk distans och avsaknad 
av ansvarstagande 
En av internets stora fördel men samtidigt internets största nackdel är 
möjligheten att vara anonym i kommunikation med andra människor. 
Anonymiteten kan sägas vara ett redskap som främjar yttrandefriheten i den 
mening att individer i större utsträckning vågar yttra sig i situationer som de 
kanske inte skulle göra annars. Anonymiteten har dock sin baksida. En stark 
bidragande faktor till näthatet är möjligheten att vara anonym, även om allt 
näthat inte sker anonymt. Mycket hot och kränkningar sprids i eget namn 
via sociala medier. Det är emellertid förhållandevis enkelt för en person att 
inte uppge sin riktiga identitet eller vara anonym på internet. Anonymiteten 
provocerar fram nya övergreppsbeteenden. Mårten Schultz poängterar dock 
vikten av möjligheten att vara anonym på internet som en demokratisk 
rättighet.191  
 
Ytterligare en faktor av betydelse och som inte fanns på samma sätt tidigare 
är den fysiska distansen. Även om yttranden inte sprids anonymt så finns det 
ofta ett fysiskt avstånd mellan avsändare och mottagare. Denna distans 
skapar unika möjligheter för kommunikation men avskärmar oss även från 
många av de naturliga normer som styr oss i en fysisk miljö. Traditionellt 
sett är vi är vana vid att yttra oss inför en avgränsad publik i vår omedelbara 
omgivning. Av Uppdrag Gransknings dokumentär framgår tydligt att denna 
distans i viss mån har betydelse för människors beteende. Personerna bakom 
de hatiska yttrandena som granskades i programmet uppgav att de aldrig 
skulle uttryck sig på samma sätt om de mött personen ansikte mot ansikte. 
Personerna uttryckte även att allvaret i ett yttrande på internet inte uppnår 
samma dignitet som ett yttrande i fysiska rummet. Den fysiska distansen 
som den digitala miljön skapar medför till viss del att personer har 
uppfattningen om att yttrandens styrka och allvar inte ges samma vikt i den 
digitala miljön som i den fysiska miljön.  
 
Den traditionella medierapporteringen som dominerat informationskanalen 
till samhället har idag även till stor del förflyttats till den sociala 
medieplattformen där vem som helst ges möjlighet att skapa och sprida 
information. De sociala mediernas intåg har fört med sig både för- och 
nackdelar för medieanvändarna. En fördel är som tidigare nämnt att 
yttrandefriheten stärks genom att fler människor kan vara med att påverka. 
Nackdelen är dock att privatpersoner som sprider information i stor 
utsträckning saknar det ansvarstagande som kännetecknas i de etablerade 
medierna.192 
 
                                                
191 Datainspektionens tidning (Nr 1/2014), s. 10-11. 
192 Publicister i det nya medielandskapet (Statens medieråd). 
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6.4.3 Lagring, ökad sökbarhet och kopiering 
Tillskillnad från det fysiska rummet erbjuder den digitala miljön ett precist 
och oändligt minne. Allt som publiceras på internet kan lagras och mycket 
av informationen lagras också. Internets oändliga ”lagerlokal” utgör i sin tur 
nyckeln till navigeringen på internet genom att information görs sökbar av 
olika innehållsindex såsom Google. Allt mer av det vi uttrycker och 
kommunicerar på internet, exempelvis bilder och meddelanden som 
publiceras via Facebook, Instagram eller Twitter märks även i många fall 
upp av den enskilde personen med identiteter och så kallade ”hashtags”193 i 
syfte att göra informationen sökbar. Den information som är sökbar på 
internet är emellertid småpotatis jämfört med den totala mängd information 
som finns på internet. Trots det råder det ett motsatt förhållande på internet i 
förhållande till de traditionella medierna.  Den mest realistiska inställningen 
är därför att allt vi företar oss på internet kan och troligtvis även kommer att 
lagras på något sätt och även till stor del göras sökbar.194  
 
Den som publicerar något på internet eller kommunicerar över nätet, kan 
även i viss mån sägas avhända sig kontrollen över informationen som 
publiceras. Via användarenheter kan kopior tas genom en så kallade 
skärmdump195 och genom sociala mediers inbyggda delnings- och 
vidarebefordringsfunktioner kan publicerad information spridas som en 
löpeld. Möjligheten att bibehålla kontrollen över publicerad information är 
därmed i princip omöjlig. Det är således inte möjligt att förutse vem som 
kommer att behandla informationen eller i vilka syften informationen 
kommer användas.  
 
                                                
193 Innebär att man märker något med ett kategoriserande begrepp.  
194 Bylund (2013), s. 43-45.  
195 En digital bild som föreställer en hel, eller delar av en bildskärm vid ett givet ögonblick. 
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7 Har rättsväsendet 
kapitulerat? 
7.1 Internet - ett laglöst land? 
Den rådande uppfattningen i samhället verkar vara att människor måste ”tåla 
lite mer” i det digitala rummet än i den fysiska miljön, men även att 
rättsväsendet inte betraktar brott på internet som lika allvarliga som brott i 
det fysiska rummet.196 I en enkätundersökning som genomförts av 
Ungdomsstyrelsen anger 75 procent av respondentgruppen att de bedömer 
rättsväsendet möjligheter att kunna hantera hot och kränkningar på internet 
som obetydliga eller begränsade.197  
 
Den felaktiga föreställningen att internet är en ansvarsfri zon kan grunda sig 
i bland annat lagstiftarens ”underskattning” av de hot och kränkningar som 
framförs via internet. När det gäller skyddet för den personliga integriteten 
har lagstiftaren i stor utsträckning förlitat sig på den befintliga lagstiftningen 
till skydd för den personliga integriteten. Avsaknaden av lagstiftarens 
ingripande kan därför ha bidragit till uppfattningen att lagstiftaren i viss mån 
lämnat ordet (straff)fritt på internet och därmed givit upphov till känslan av 
ett rättssamhälle som i praktiken kapitulerat i yttrandefrihetens namn.198   
 
Framväxten av hot och kränkningar som sker via internet är ett tydligt 
exempel på hur den tekniska utvecklingen har förändrat människors 
beteendemönster.199 Att människors beteendemönster har förändrats innebär 
i sin tur att det ställs nya krav på rättsväsendet. För rättssamhället är det 
därför viktigt att markera att kränkningar av den personliga integriteten som 
förekommer på internet är lika allvarliga som integritetskränkningar som 
sker i en fysisk miljö. Det måste stå klart för var och en att samma regler 
gäller även på internet. Det förutsätter att oönskade beteenden finns 
kriminaliserade i lag, men även att rättsväsendet griper in när överträdelser 
sker.200  
 
7.2 Ålderdomlig lagstiftning?  
I praktiken är det främst förtal och i viss mån förolämpning som står i 
centrum när det gäller straffrättsligt ansvar för kränkningar av den 
personliga integriteten på internet. Utformning av 
ärekränkningsbestämmelserna har sin grund i äldre rätt och vilar på 
                                                
196 Lag och rätt på internet (No Hate Speech Movement); Schultz (2013), s. 15-16.   
197 Nätkränkningar (Ungdomsstyrelsen 2014), s. 37-38. 
198 Scultz m.fl (Svenska Dagbladet 2014). 
199 Regeringsbeslut den 14 november 2013, Ju2013/7101/KRIM. 
200 Ask (Aftonbladet 2014).  
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grundtanken om att personer bör skyddas från omgivningens missaktning. 
Bestämmelserna om förtal och förolämpning fick sin nuvarande lydelse i 
samband med BrB:s ikraftträdande år 1962 och brottsbeskrivningarna har 
inte ändrats sedan dess.201 
 
Ansvar för olaga hot, ofredande och sexuellt ofredande kan även komma att 
aktualiseras när hotfulla eller kränkande yttranden framförs via internet. 
Bestämmelserna infördes även i samband med BrB:s ikraftträdande år 1962. 
Liksom brottsbeskrivningarna för ärekränkning har brottsbeskrivningarna 
gällande olaga hot och ofredande inte ändrats sedan dess tillkomst, medan 
tillämpningsområdet för sexuellt ofredande har varit föremål för utvidgning 
och språklig modernisering.202  
 
Lagstiftningens senaste tillskott till skydd för den personliga integriteten 
trädde ikraft år 1998 genom PuL. Lagen har idag varit ikraft i drygt 15 år 
men även om Datainspektionen ser en explosionsartad ökning av otillåten 
behandling av personuppgifter på internet lagförs sällan brott mot PuL.203 
Utifrån statistik från Åklagarmyndigheten väcktes endast två åtal för brott 
mot PuL under åren 2006 till 2010. Utifrån statistiken för samma tidsperiod, 
förutom år 2006, kan det även utläsas att det förekom misstanke om brott i 
80-100 fall per år hos Åklagarmyndigheten. Antalet brottsmisstankar har 
stadigt ökat och sedan år 2006 har antalet brottsmisstankar fördubblats.204 
Att lagen inte åberopas kan, enligt Datainspektionens generaldirektör Göran 
Gräslund, dels bero på att det endast är ett fåtal bestämmelser som är 
straffsanktionerade, dels att det för åklagare och polis är naturligare att utgå 
från regelverket i BrB vid utkrävande av ansvar för intrång i den personliga 
integriteten.205 Åklagarmyndigheten däremot menar att en förklaring till det 
låga antalet registrerade ärenden är att förundersökningen vid brott mot PuL 
leds av Polisen, vilket innebär att det endast är de fall som Polisen väljer att 
redovisa till Åklagarmyndigheten som också registreras där.206   
 
När det gäller ansvar för hat, hot och kränkningar som sker via internet 
brottas således rättstillämpningen till stor del med lagstiftning från tidigt 
1960-tal. Den ”ålderdomliga” lagstiftningen ska idag appliceras på en 
informationsteknik som inte bara var främmande vid bestämmelsernas 
instiftande utan även fortsätter utvecklas i en rasande fart. Samhällsdebatten 
kräver därför högljutt en moderniserad lagstiftning. Mårten Schultz, som är 
den främsta rättsvetaren som driver kampen mot näthatet, uppger att det är 
en rad olika åtgärder som måste vidtas. En översyn av lagstiftningen på 
området är en av dem.207   
                                                
201 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 5 kap. under rubriken 
Inledning. 
202 Berggren m.fl., Brottsbalken (1 juli 2013, Zeteo), kommentaren till 4 kap. under rubriken 
Inledning; kommentaren till 4 kap. 5 § under rubriken Bakgrund; kommentaren till 4 kap. 7 § under 
rubriken Bakgrund samt kommentaren till 6 kap. 10 § under rubriken bakgrund.  
203 Vad är straffbart enligt personuppgiftslagen? (Datainspektionen). 
204 RättsPM 2012:2, s. 19.  
205 Vad är straffbart enligt personuppgiftslagen? (Datainspektionen). 
206 RättsPM 2012:2, s. 5. 
207 Schultz m.fl (Svenska Dagbladet 2014); Yttrandefriheten har blivit ett hot mot sig själv (Dagens 
Juridik 2014).  
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7.2.1 I ansvarets gränsland 
I kapitel 6 redogörs för den tekniska utvecklingens skapande av ett nytt 
medielandskap och den förändring samhället genomgått under de senaste tio 
åren samt dess effekter på människors beteendemönster. Internet i allmänhet 
och sociala medier i synnerhet har drastiskt förändrat förutsättningarna för 
yttrandefriheten och dess förhållande till skyddet för den personliga 
integriteten. Det finns för närvarande ingen statistik specifikt avseende 
anmälda brott som kan hänföras till samlingsnamnet näthat. Utifrån Brå:s 
allmänna statistik över anmälda brott kan vi dock under en tioårsperiod se 
en generell ökning av anmälda brott avseende ärekränkning, olaga hot, 
ofredande och sexuellt ofredande. Anmälda ärekränkningsbrott har nästintill 
fördubblats.208  
 
7.2.1.1 Exemplet nakenbild - spridande av 
integritetskränkande information 
Otillbörlig spridning av fotografier eller filmer av privat intim karaktär, men 
även annan information om privata förhållanden, har under de senaste åren 
fått stor massmedial uppmärksamhet. Det handlar ofta om nakenbilder som 
tagits med samtycke men med löfte om att de inte ska spridas vidare. 
Utifrån exemplet nakenbild, som beskrevs inledningsvis i kapitel 2.3 görs 
nedan en bedömning av situationen enligt gällande rätt. Huvudsakligen 
kommer bedömningen utgå från förtalsbrottet, eftersom det främst är 
förtalsansvaret som står i centrum vid utkrävande av ansvar för spridning av 
integritetskränkande uppgifter, och ansvar enligt PuL. Även i den mån 
övriga ansvarsformer aktualiseras följer en kort kommentar. Det ska 
tilläggas att ansvarsbedömningen i de här situationerna är svår och de 
bedömningar som görs nedan ger inga entydiga svar men alltjämt en 
antydan om hur situationen i gällande rätt ser ut.     
 
Förtalsansvarsreglerna kan användas på kränkningar som sker i den fysiska 
miljön, likväl som på kränkningar i det digitala rummet. Det finns inget i 
brottsbeskrivningen som begränsar ansvaret beroende på i vilket media den 
förtalande uppgiften framförts. Förtalsansvaret begränsas däremot till att 
enbart omfatta information som kan anses vara av nedsättande karaktär. 
Spridning av information som inte kan anses vara av nedsättande karaktär 
behöver emellertid inte innebära att spridningen inte är djupt 
integritetskränkande.  
 
Tag exemplet nakenbild. I och med att nakenbilden på person (B) 
publicerades på Facebook har bilden kommit till tredjemans kännedom och 
spridningen skulle således, under förutsättning att den lämnade uppgiften 
kan anses vara av nedsättande karaktär, kunna utgöra förtal. Av NJA 1992 s. 
594, det så kallade Video-målet, och i NJA 1994 s 637, det så kallade 
Hustler-målet, framgår att en publicering av en nakenbild som visar en 
                                                
208 Se Bilaga A, Statistikdatabasen över anmälda brott (Brå).  
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enskild person, eller film med intim eller sexuell karaktär, i sig inte kan 
anses utgöra förtal, trots att förfarandet i vissa fall kan vara djupt 
integritetskränkande. För att spridande av en sådan uppgift ska innebära 
förtal måste något ytterligare läggas till bilden eller filmen så att en 
nedsättande uppgift kan anses lämnad. Att person (B) tagit en nakenbild på 
sig själv som sedan av annan spridits på sociala medier och det av bilden 
förmedlas uppfattningen att person (B) avsett att sprida bilden, skulle kunna 
utgöra lämnande av en uppgift som anses ägnad att utsätta person (B) för 
andras missaktning. Å andra sidan skulle en publicering av en nakenbild 
som tagits av person (B) själv och där ansiktet på person (B) huvudsakligen 
inte syns, likväl kunna anses inte medföra sådan missaktning som krävs för 
att gärningen förtal ska anses föreligga. Med hänsyn till att person (B) 
svårligen kunde identifieras på nakenbilden talar omständigheterna i 
exemplet nakenbild för att spridningen av nakenbilden inte skulle grunda 
ansvar för förtal.209  
 
Trots att det vid en publicering av en nakenbild kan röra sig om mycket 
grova integritetskränkningar är det således inte säkert att 
förtalsbestämmelsen erbjuder något skydd även om effekterna av intrånget 
troligtvis är desamma som en ärekränkning, nämligen att den utsatte blir 
föremål för andras missaktning. En publicering av en nakenbild utgör enligt 
min mening tveklöst en djup kränkning av den personliga integriteten 
genom blottläggning av intim och privat information. HD:s utvidgning av 
förtalsansvaret har i doktrin tolkats som ett uttryck för att vissa grova 
integritetskränkningar inte kan accepteras.210 Det går emellertid inte att 
utifrån HD:s tolkning dra slutsatsen att alla ”grova integritetskränkningar” 
bör falla in under förtalsansvaret. Tolkningen som HD gjorde av begreppet 
lämnande av nedsättande uppgift inbjuder, enligt min mening, till svåra 
bedömningar om vad en bild eller films innehåll eller framställningssätt kan 
anses förmedla. Lagstiftaren var redan vid införandet av förtalsansvaret 
medveten om de svåra avvägningar som kriminaliseringen skulle ge upphov 
till och trots det fann man ett behov av lagstiftning. I avsaknad av 
avgöranden från högre instans kan utvidgningen av förtalsansvaret i många 
fall anses innebära att den nedre gränsen förtalsbrottet blivit än otydligare, 
vilket i sin tur minskar förutsebarheten över vilka handlingar som är 
straffbara som förtal.211  
 
Den aspekt av förtalsbrottet som gör sig allra tydligast vid förtal på internet 
är den omfattande spridning en publicering på internet ger upphov till. 
Skulle person (A) i exemplet nakenbild anses ha spridit en uppgift av 
nedsättande karaktär skulle troligtvis omständigheten att bilden publicerats 
på Facebook, där bilder trots sekretessbegränsningar görs tillgängliga för en 
stor publik, utgöra en försvårande omständighet och konstituera ansvar för 
grovt förtal.   
 
                                                
209 Jfr Växjö tingsrätts dom den 30 augusti 2013 i mål nr B 2069-13. 
210 Axberger (JT 1994/1995), s. 724.  
211 Jfr. Uthängda med nakenbild men lagen kan inget göra (Sveriges radio P1 2013); Schultz 
(Jusektidningen 2013).  
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Anses inte nakenbilden förmedla en nedsättande uppgift och spridandet av 
nakenbilden avsiktligen riktats direkt till person (B) skulle även ansvar för 
förolämpning kunna aktualiseras, eftersom nakenbilden möjligtvis skulle 
kunna jämställas med ett påstående om att person (B) är en ”hora” eller 
liknande tillmäle. Det ska dock understrykas att praxis avseende 
förolämpning är knapphändig och vad gäller förolämpning på internet är 
praxis nästintill obefintlig.212  
 
Bestämmelsen om ofredande är i praktiken sällan användbar i situationer 
som utspelar sig på internet. Bestämmelsen tar sikte på handfasta beteenden 
som inte omfattar sådana kränkningar som kan ske i internetsammanhang. 
Annat hänsynslöst beteende ger dock utrymme för ansvar för otillbörligt 
beteende på internet under förutsättning att beteendet utgör en kännbar 
fridskränkning.213 Avgörande för bedömningen är enligt NJA 2008 s. 946 
om personen som blir utsatt uppfattar och är medveten om den kännbara 
fridskränkningen eller att informationsutlämnandet sker direkt till den 
utsatte.  
 
I exemplet nakenbild sprider person (A) nakenbilden på Facebook. Utifrån 
HD:s uttalande i NJA 2008 s. 946 blir avgörande i det här fallet om det 
fridskränkande beteendet riktar sig direkt till person (B) och om denne tar 
del av det. Person (A) måste därför ha räknat med och avsett att yttrandet 
skulle nå person (B). I avsaknad av tydlig praxis på området är det dock 
svårt att dra en gräns mellan vad som i det här fallet är ett otillåtet 
hänsynslöst beteende och ett beteende som inte utgör något brott 
överhuvudtaget.214  
 
Ansvar för sexuellt ofredande skulle även kunna aktualiseras beroende på 
hur kravet på att handlingen ska ha en sexuell inriktning ska tolkas. Utifrån 
uppfattningen i förarbetena kvarstår kravet på att det hos gärningsmannen 
ska ha funnits ett tydligt sexuellt intresse med handlandet.  
 
Person (A):s handlande i exempel nakenbild tyder i större utsträckning på ett 
syfte att allmänt skandalisera och kränka person (B) och handlandet skulle 
därmed falla utanför bestämmelsens tillämpningsområde. Utifrån 
uppfattningen i underrättspraxis skulle emellertid ett utrymme för ansvar för 
sexuellt ofredande kunna göras aktuellt, under förutsättning att person (A) 
haft vetskap om att publiceringen skulle komma till person (B):s kännedom 
och publiceringen troligtvis skulle anses exponera person (B) på ett 
kränkande sätt och därmed kränka person (B):s sexuella integritet. 
 
Även om inhämtande av integritetskänslig information ligger utanför 
framställningen vill jag i sammanhanget trots allt kort kommentera det 
nyligen införda straffbudet kränkande fotografering i 4 kap. 6a § BrB. Sedan 
den 1 juli år 2013 är det förbjudet att i hemlighet fotografera eller filma 
någon som befinner sig i en privat miljö eller på annan plats som är avsedd 
                                                
212 Schultz (2013), s. 94. 
213 Schultz (2013), s. 51. 
214 Ungdomsstyrelsen (2014), s. 26-27. 
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att vara privat. Fotografering som sker med samtycke omfattas dock inte av 
kriminaliseringen.  
 
I situationen som exemplet nakenbild beskriver kan inte spridningen av 
nakenbilden angripas med stöd i det nya straffbudet eftersom nakenbilden är 
tagen av person (B) själv. Det svenska integritetsskyddet, när det gäller 
spridning av information om privata angelägenheter, har i 
utredningssammanhang konstaterats vara förhållandevis begränsat. Med 
hänsyn till att det redan finns bestämmelser som begränsar möjligheterna att 
sprida integritetskränkande uppgifter har det dock bedömts att behovet av 
lagstiftning i dessa fall inte väger lika starkt som behovet av skydd mot 
kränkande fotografering. Det har även konstaterats att ett straffsanktionerat 
förbud mot kränkande fotografering i sig kommer att begränsa spridningen 
av integritetskänslig information.215 I exemplet nakenbild ser vi dock att 
spridningen av integritetskänslig information i många fall kan vara 
fristående fån inhämtandet av uppgifter om privata angelägenheter.  
 
Till skillnad från BrB:s detaljreglerade bestämmelser erbjuder PuL ett något 
vidare ansvar för publicering av integritetskränkande uppgifter. I exemplet 
nakenbild har nakenbilden publicerats på Facebook och således spridits till 
ett obegränsat antal personer. Nakenbilden omfattas därför inte av 
undantaget för behandling av personuppgifter för rent privat ändamål. Det 
finns dock utrymme att hävda att nakenbilden spridits uteslutande för 
journalistiskt, konstnärligt eller litterärt ändamål. En spridning av en 
nakenbild i den aktuella situationen är troligtvis inte tillräcklig för att det 
skulle kunna anses ha skett med ett sådant ändamål. Nakenbilden har vidare 
publicerats i ett ostrukturerat material, varför den så kallade missbruksregeln 
kan tillämpas. Enligt bestämmelsen är en behandling av personuppgifter i 
princip alltid tillåten så länge den inte innebär en kränkning av den 
registrerades personliga integritet. Att "hänga ut" och skandalisera en 
privatperson är ett typexempel på vad som normalt sett är kränkande och 
spridning av en nakenbild skulle troligtvis, med hänsyn till spridningens 
omfattning och det grova intrånget i den privata sfären, bedömas som en 
kränkning av den personliga integriteten och därmed anses otillåten. För att 
straffansvar ska aktualiseras krävs dock att personuppgiften är av sådan 
känslig karaktär som avses i 13 § PuL. Avbildningar av personer kan visa 
sådana känsliga uppgifter som avses i lagen. En personuppgift i form av en 
bild eller film föreställande någon som utövar sexuella aktiviteter skulle 
som regel utgöra en känslig uppgift i lagens mening och därmed vara 
straffbelagd. Om en nakenbild i det aktuella exempelfallet skulle anses vara 
en uppgift om en persons sexualliv och därmed utgöra en sådan känslig 
personuppgift som medför att överträdelsen är straffbelagd är dock oklart.  
 
Sammanfattningsvis när det gäller spridning av nakenfotografier har den 
tekniska utvecklingen bidragit till att informationen kan få en snabb och 
omfattande spridning som i princip är omöjlig att kontrollera med hänsyn 
till den oändliga möjligheten att kopiera och göra information sökbar. 
                                                
215 Prop. 2012/13:69 s. 18-19; SOU 2008:3 s. 288. 
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Spridande av integritetskänslig information i form av fotografier eller annan 
integritetskänslig information som inte kan anses vara av nedsättande 
karaktär är, enligt min mening, ett av områdena där lagstiftningen kan sägas 
ligga efter. Som ovan beskrivits finns det en stor risk för att en situation 
enligt exemplet nakenbild faller mellanstolarna och inte fångas upp av 
gällande lagstiftning även om effekterna av intrånget i många fall troligtvis 
omfattas av det skyddsintresse som lagstiftaren åsyftar med gällande rätt. 
Denna, om jag får kalla den, otillräcklighet i integritetsskyddet vid spridning 
av nakenbilder är mycket allvarlig. Massmedia har rapporterat om unga 
människor som väljer att avsluta sina liv till följd av den intima 
exponeringen. Lagstiftningen måste inte bara ses över och anpassas till 
samhällsutvecklingen utan gränserna för de straffbara områdena måste även 
klargöras.  
 
7.2.1.2 Exemplet ”Jag ska döda dig!” - spridande av 
hotfulla yttranden 
 
Vid sidan av spridande av integritetskänslig information har massmedia 
rapporterat om att hot av olika slag ofta förekommer på internet och i 
sociala medier. Det har rapporterats om ”hatkampanjer” och hot om grova 
våldshandlingar uttrycks inte sällan i kommentatorsfält på bland annat 
Facebook. Under samma förutsättningar som i exemplet nakenbild görs 
nedan en bedömning enligt gällande rätt utifrån exemplet ”Jag ska döda 
dig!” som beskrevs inledningsvis i kapitel 2.3  
 
Bestämmelsen om olaga hot i BrB är tillämplig oavsett om gärningen 
förmedlats i det fysiska rummet eller om hotet förmedlats via internet. För 
att ansvar för olaga hot ska bli aktuellt krävs dock en viss dignitet i det hot 
som uttalas.  
 
I exemplet ”Jag ska döda dig!” uttrycker person (B) sitt missnöje över 
person (A):s kritik mot klädföretagets val av tryck på en tröja. Att uttrycka 
”Jag ska döda dig!” uppfattas med största sannolikhet som ett hot mot liv 
och hälsa. Är hotet tillräckligt för att person (A) typiskt sett ska uppleva 
allvarlig fruktan kan person (B) hållas ansvarig för olaga hot. Det spelar 
ingen roll om person (B):s yttrande var allvarligt menat eller inte. Rör det 
sig om mer tvetydiga yttranden såsom ”Du förtjänar att dö!” blir det dock en 
bedömningsfråga utifrån omständigheterna i sammanhanget i vilket 
yttrandet uttrycktes. Att uttrycka en åsikt är inte straffbart men ibland är det 
svårt att dra gränsen mellan vad som är straffbart och vad som endast är en 
otrevlig åsikt.216  
 
En intressant fråga dock är hur ofredandelagstiftningen skulle kunna 
användas i situationen då hotfulla yttranden framförs på internet. Som ett 
led i att en hotfull kommentar yttras och vars ”allvar” inte når upp till den 
dignitet som ansvar för olaga hot förutsätter, yttras exempelvis tusentals 
                                                
216 Ställ frågor om hot på nätet (Svenska Dagbladet 2013). 
 57 
liknande kommentarer. En sådan samling av hotfulla kommentarer kan ofta 
ta hårdare än en ensam hotfull kommentar.  
 
För att ofredande ska bli aktuellt i internetsammanhang krävs att det 
hänsynslösa beteendet utgör en kännbar fridskränkning. I exemplet ”Jag ska 
döda dig!” är inte person (B) ensam om att uttrycka sitt missnöje över 
person (A):s kritik mot klädföretaget. Varje enskild person kan dock endast 
ta ansvar för sitt eget agerande. Under förutsättning att person (B), 
uppsåtligen, i eget namn eller under olika identiteter, under upprepade 
tillfällen yttrat sig direkt till person (A) som också tagit del av yttrandena, 
och yttrandet inte utgör ansvar för olaga hot, skulle beteendet kunna grunda 
ansvar för ofredande. Ofredande behöver inte handla om hotfulla eller 
kränkande yttranden. Avgörande är om det hänsynslösa beteendet utgör en 
kännbar kränkning och ju mindre hotfullt eller kränkande ett yttrande är 
desto högre krav ställs på upprepning för att beteendet ska anses vara 
brottsligt.217  
 
Vad gäller olaga hot får det trots allt anses finnas en tillräckligt omfattande 
lagstiftning. Otrevliga åsikter är ett beteende som inte går att lagstifta bort, 
och det är inte heller önskvärt. Skillnaden för den som drabbas spelar dock 
sällan någon roll, den som blir utsatt kan bli rädd oavsett yttrande.218 Rätten 
att kritiskt granska och uttrycka även negativa åsikter är grundbulten i 
yttrandefriheten. Den svåra intresseavvägningen mellan den personliga 
integriteten och yttrandefriheten gör sig här tydligt påmind.   
 
7.3 Arbetet mot näthat, ingen hopplös 
kamp 
Statistik och rapporter visar att det utanför det grundlagsskyddade området 
förekommer integritetskränkningar i en inte obetydande omfattning. Att 
dessa kränkningar av den personliga integriteten i vissa fall inte kan beivras, 
på grund av att lagstiftningen i stor utsträckning inte hängt med i 
kapplöpningen med den tekniska utvecklingen, utgör idag ett stort problem i 
samhället och kan i många fall även framstå som grovt stötande. Trots att 
det inte finns ett generellt förbud för enskilda personer att sprida 
integritetskränkande uppgifter om en annan enskild person kan inte svensk 
lagstiftning anses stå helt handfallen. Mycket behöver dock göras, och 
mycket görs redan.  
 
                                                
217 Ungdomsstyrelsen (2014), s. 25-26; Ställ frågor om hot på nätet (Svenska Dagbladet 2013). 
218 Ställ frågor om hot på nätet (Svenska Dagbladet 2013). 
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7.3.1 En politisk markering: enskildas 
processuella ställning förstärks 
När det gäller förtal, grovt förtal och även vissa förolämpningsbrott ska idag 
allmän åklagare, enligt den särskilda åtalsprövningsregeln i 5 kap. 5 § BrB, 
endast ingripa vid särskilt kvalificerade fall. Gällande rätt vilar på 
uppfattningen att det i första hand ligger i den enskildes intresse att 
ärekränkningsbrott beivras i straffrättslig ordning. Enligt 
åtalsprövningsregeln får åklagaren väcka allmänt åtal under förutsättning att 
brottet riktar sig mot någon som är under 18 år eller om målsäganden 
angivit brottet och det av särskilda skäl är påkallat ur allmän synpunkt samt 
att åtalet avser någon av de i paragrafen uppräknade brotten.219 Av en 
rättspromemoria från Åklagarmyndigheten kan det utläsas att den restriktiva 
synen på allmänt åtal vid ärekränkningsbrott, som lagstiftaren förordar 
genom åtalsprövningsregeln, har fått tydligt genomslag. Under åren 2006-
2010 fattade allmän åklagare beslut beträffande ärekränkningsmål i ca 7 700 
fall per år. Av dessa väcktes allmänt åtal i ca 240 fall per år (ca 3 procent av 
fallen). Den särskilda åtalsprövningsregeln användes i 93-95 procent av de 
fall som inte ledde till åtal.220  
 
I ett förslag, som för tillfället behandlas av riksdagen, föreslår regeringen att 
utrymmet för allmänt åtal ska utvidgas genom att det allmänna i något större 
utsträckning än tidigare ska ta ansvar för att ärekränkningsbrotten beivras 
straffrättsligt. Mot bakgrund av den tekniska utvecklingen anser regeringen 
att det finns skäl att stärka den enskildes processuella ställning vid 
ärekränkningsbrotten. Regeringens förslag innebär att det inte längre ska 
krävas ”särskilda skäl” för att väcka allmänt åtal. Kravet på angivelse när 
målsäganden är över 18 år och de krav som uppställs för förolämpning samt 
att åtal ska vara påkallat ur allmän synpunkt ska dock finnas kvar. Syftet 
med borttagandet av kravet på ”särskilda skäl” är att allmänt åtal inte längre 
ska behöva röra det mest kvalificerade fallen. Enligt förslaget bör allmänt 
åtal kunna väckas när en fällande dom kan förväntas och att det antingen 
finns ett klart samhällsintresse av brottets beivrande eller starka skäl, med 
hänsyn till målsägandens utsatthet, talar för det allmännas medverkande. 
Förslaget skulle således möjliggöra något fler ingripanden från det 
allmännas sida mot kränkningar av den personliga integriteten.221  
 
Antas förslaget skulle det innebära att enskilda personer i viss mån ges en 
förstärkt ställning i processen genom att de inte med hård hand lämnas till 
att utreda brott på egen hand. Målsäganden kommer dock fortfarande ha den 
primära åtalsrätten och därmed själv ansvara för att åtal väcks i de fall där 
allmänt åtal inte är påkallat ur allmän synpunkt. Jag ställer mig därför 
frågande till om ändringen kommer innebära någon påtaglig skillnad eller 
om ändringen främst är teoretisk. Förslaget är dock en tydlig markering om 
att det växande samhällsproblemet uppmärksammats politiskt. 
                                                
219 Prop. 2013/14:47 s. 22-23. 
220 SOU 2012:55 del I, s. 446; RättsPM 2012:1, s. 23. 
221 Prop. 2013/14:47 s. 23-25; SOU 2012:55 del I s. 454-457. 
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7.3.2 Ett första led i en lång process: sprida 
information och inhämta kunskap 
Efter att massmedia under år 2013 rapporterat om att näthatet inte bara 
skrämmer människor till tystnad utan även gått så långt att det skördar unga 
människors liv nådde samhällsdebatten sin kulmen. År 2013 får därför anses 
vara året då rättssamhället satte ner foten och inledde arbetet mot näthatet på 
allvar. 
 
Att stävja näthatet genom ett utökat skydd för den personliga integriteten är 
en oerhört komplicerad fråga med enorma komplikationer som följd. En 
moderniserad och mer ändamålsenlig lagstiftning kräver därför ett 
omfattande utredningsarbete. Spridande av information och inhämtade av 
kunskap är enligt min mening ett första led i en lång process.    
 
Regeringen har givit Ungdomsstyrelsen i uppdrag att genomföra insatser 
mot kränkningar, trakasserier och hot som riktar sig åt flickor och pojkar 
samt unga män och kvinnor på internet. Uppdraget omfattar dels att 
sammanställa och sprida av information om lagstiftning och annan relevant 
information, dels att analysera och identifiera problemområden, 
kunskapsluckor och utvecklingsbehov avseende det preventiva arbetet mot 
näthat. Ungdomsstyrelsen redovisade i mars i år delrapport ”Hat på nätet. 
Vad får du inte skriva på internet?”. Rapporten är en vägledning i vad som 
är tillåtet och vad som inte är tillåtet att säga på internet samt vart man kan 
vända sig om man blivit utsatt för näthat. Senast den 18 mars år 2015 ska 
Ungdomsstyrelsen lämna en slutrapport.222    
 
I avsaknad av kunskap och statistik om hur omfattande näthatet är har 
regeringen även givit Brå i uppdrag att dels kartlägga hur anmälda hot och 
kränkningar som sker via internet ser ut och vilka personer som blir utsatta 
för dessa brott, dels att beskriva vilka problem som finns i rättsväsendets 
arbete med att utreda och lagföra hat, hot och kränkningar som förekommer 
på internet. Utifrån det ska Ungdomsstyrelsen ge förslag på åtgärder och 
förbättringar. Uppdraget ska redovisas senast den 2 februari år 2015.223 
                                                
222 Regeringsbeslut den 13 juli 2013, U2013/4492/UC. 
223 Regeringsbeslut den 14 november 2013, Ju2013/7101/KRIM. 
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8 Analys och slutsatser 
Under den senaste tiden, och inte minst under de tio senaste åren, har den 
tekniska utvecklingen tagit enorma kliv framåt. Vi ser inte bara en ökad 
tillgänglighet vad gäller tillgången till datorer och internet i hemmet, utan 
internet finns idag även tillgängligt mobilt, närsomhelst och varsomhelst. Vi 
lever i ett vad jag kallar ”internetsamhälle” tillgängligt för alla. I takt med 
den tekniska utvecklingen har större delen av vår vardagskommunikation 
förflyttats från det begränsade fysiska rummet till den obegränsade digitala 
miljön. En förflyttning som dramatiskt förändrat förutsättningarna för 
interaktion och kommunikation. Det fria ordet har utan tvekan fått nya och 
mer kraftfulla verktyg, som i sin tur dramatiskt förändrat yttrandefrihetens 
förhållande till skyddet för den personliga integriteten.   
  
8.1 Skyddet för den personliga 
integriteten i förhållande till 
yttrandefriheten 
Yttrandefriheten men även skyddet för den enskildes personliga integritet 
har ansetts och anses fortfarande vara av grundläggande betydelse i ett 
demokratiskt samhälle. Trots det har den svenska lagstiftaren valt att reglera 
rättigheterna på olika sätt.  
 
Tillskillnad från yttrandefriheten, som med hänsyn till sin centrala roll för 
samhällets men även den enskilda individens utveckling givits en 
särställning i svensk grundlag, kommer skyddet för den personliga 
integriteten endast till yttryck genom ett politiskt målsättningsstadgande i 
RF. Den personliga integriteten skyddas även, i vissa särskilda hänseenden, 
genom RF:s bestämmelser om de grundläggande fri- och rättigheterna. 
Något allmänt rättsligt bindande skydd för den personliga integriteten ges 
emellertid inte i grundlagen. Uppfattningen om att den enskilde bör ha 
tillgång till en fredad sfär kommer istället till uttryck i vanlig lag, där 
lagstiftaren valt att detaljreglera skyddet för den personliga integriteten 
utifrån handlingar som efter en intresseavvägning inte ansetts godtagbara i 
ett demokratiskt samhälle. Det är således i vanlig lag, och främst BrB, som 
rättighetsskyddet för den personliga integriteten får substans.  
 
Det något snedvridna förhållandet mellan den särreglerade yttrandefriheten 
och det lågt värderade skyddet för den personliga integriteten har i 
samhällsdebatten grundat uppfattningen att det i svensk rätt i princip inte 
finns något skydd för den personliga integriteten när det kommer till hat, hot 
och kränkningar som förekommer på internet. Det är dock fel att hävda att 
svensk rätt står helt handfallen i den situationen. Det finns åtskilliga regler i 
svensk rätt som skyddar enskilda från intrång i den privata sfären. 
Utmärkande för de bestämmelser som jag valt att ta upp i den här 
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framställningen är att de syftar till att skydda den personliga integriteten 
genom att de förhindrar utomstående att använda integritetskänslig 
information i ett otillbörligt syfte. Många av det brott som förövas på 
internet finns således redan kriminaliserade, det är endast arenan som är ny. 
Generellt sett måste därför svensk lagstiftning anses ge ett relativt gott 
skydd för den personliga integriteten i många olika situationer. Intet sagt att 
det är ett tillfredställande skydd, en diskussion som jag återkommer till 
nedan. Att människors beteendemönster, och även brottsligheten i 
samhället, förändrats i takt med den tekniska utvecklingen medför att det 
krävs nya krafttag av rättssamhället mot de oönskade beteenden som 
uppenbarar sig på internet.  
 
Att det i svensk grundlag inte finns ett generellt skydd för den personliga 
integriteten får, med hänsyn till den svenska lagstiftningsmodellen, inte 
någon avgörande betydelse för utkrävande av ansvar i praktiken. Principiellt 
sett skulle dock ett införande av en allmän princip om rätten att få vara ifred 
i RF medföra att skyddet för den personliga integriteten vid utformandet av 
lagstiftning skulle få större uppmärksamhet. Det skulle även ge uttryck för 
att integritetsskyddet jämställs och balanseras mot yttrandefriheten på ett 
ändamålsenligt sätt. Att skyddet för den personliga integriteten betonats i 
grundlagen, genom utvidgandet av det materiella skyddet i 2 kap. RF, 
understryker vikten av att det finns ett substantiellt grundlagsskydd som 
speglar den balans mellan de grundläggande fri- och rättigheterna som finns 
i Europakonventionen.  
 
8.2 En intresseavvägning mellan skydd 
och frihet 
Intresseavvägningen mellan yttrandefriheten och skyddet för den personliga 
integriteten är på intet sätt ny. Debatten om det bristfälliga skyddet för den 
personliga integriteten i förhållande till yttrandefrihetens särställning har 
emellertid på mycket kort tid lyfts upp till ytan och de två kommunicerande 
kärlen har inte tidigare ställts mot varandra på det sätt som aktualiseras idag.  
 
I svensk rättstradition betraktas yttrandefriheten som något unikt och den 
personliga integritetens skyddsbehov har i stor utsträckning fått lite 
uppmärksamhet i förhållande till andra legitima intressen. Vid en 
rättighetskonflikt mellan yttrandefriheten och skyddet för den personliga 
integriteten är emellertid en presumtion för yttrandefriheten i enlighet 
svensk rättstradition inte rimlig. Grundtanken måste vara att alla 
grundläggande fri- och rättigheter förtjänar ett likvärdigt skydd. När 
rättigheterna hamnar i konflikt med varandra får en proportionerlig 
intresseavvägning i det enskilda fallet avgöra vilken rättighet som väger 
tyngst. I en konflikt mellan yttrandefriheten och integritetsskyddet måste 
således intresset av en långtgående yttrandefrihet ibland väga över 
integritetsskyddet, ibland vise versa. Matchen får inte, som enligt svensk 
rättstradition, vara avgjord i förväg.  
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Vidare ställer Sveriges åtagande enligt Europakonventionen krav på att de 
nationella domstolarna gör intresseavvägningen i överensstämmelse med 
Europakonventionens krav ifråga om de två rättigheterna. Europadomstolen 
har i två principiellt viktiga avgörande förtydligat förhållandet mellan 
yttrandefriheten och skyddet för den personliga integriteten. Vid 
intresseavvägningen ska omständigheter såsom; allmän intresset av 
publiceringen; personen, innehållet och ämnet yttrandet omfattar; 
konsekvenser av publiceringen och omständigheterna under vilka 
informationen inhämtades beaktas. När ett yttrande utgör ett rent angrepp på 
en persons goda rykte får exempelvis yttrandefriheten ofta ge vika. Om 
yttrandet å andra sidan bidrar till en diskussion av allmänt intresse får 
skyddet för den personliga integriteten ge efter.  
 
Även om Sveriges åtagande enligt Europakonventionen ställer krav vid 
intresseavvägningen ges konventionsstaterna utrymme för en 
bedömningsmarginal. Så länge det inte har utarbetats någon gemensam 
rättsuppfattning om förhållandet mellan yttrandefriheten och skyddet för 
den personliga integriteten kan Sverige åberopa den starka 
yttrandefrihetstraditionen till stöd för en långtgående yttrandefrihet som 
konsekvens för en mer inskränkt privat sfär.  
 
De krav som Europakonventionen ställer på svensk lagstiftning utgör 
emellertid endast en miniminivå och ett land som Sverige bör, även om det 
finns möjlighet att åberopa svensk yttrandefrihetstradition, ha ett väl avvägt 
skydd mellan de likvärdiga intressena. I ett modernt samhälle under ständig 
utveckling måste således det rättsliga systemet kontinuerligt diskuteras och 
utvärderas. I takt med att den tekniska utvecklingen och den ökade 
användningen av sociala medier har balansen mellan de båda intressena 
kommit att ifrågasättas och det krävs högljutt lagstiftningsåtgärder som 
stärker skyddet för den personliga integriteten. Vi ska dock komma ihåg att 
förhållandet mellan yttrandefriheten och skyddet för den personliga 
integriteten är en oerhört komplex fråga med enorma komplikationer som 
följd. En förstärkning av skyddet för den personliga integriteten skulle 
innebära en direkt konsekvens för yttrandefriheten. Det är en svår 
balansgång som lagstiftaren måste vandra och att lagstiftningsvägen komma 
åt specifika gärningar utan att det drabbar yttrandefriheten på ett negativt 
sätt kräver ett omfattande utredningsarbete. Enligt min mening har debatten 
emellertid nått sin kulmen och en toleransutveckling i linje med svensk 
rättstradition är inte acceptabel. Yttrandefriheten är ingen absolut frihet, 
utan en frihet under ansvar. Det är en rättighet som vi medborgare 
tillerkänner varandra och den vilar på ideal såsom individuell och 
samhällelig utveckling. En frihet att yttra sig i vilket ämne som helst stärker 
demokratin i samhället men yttranden enbart i syfte att hota eller kränka 
andra människor måste befinna sig långt bort från yttrandefrihetens kärna. 
Till och med så långt bort att de faller bortom gränsen för vad som är 
skyddsvärt. En fortsatt utveckling där yttrandefriheten presumeras företräde 
skulle även kunna leda till att människor avhåller sig från att yttra sig på 
grund av rädsla för att själv bli utsatt för grova hot eller kränkningar. 
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Näthatet riskerar inte endast att avskräcka människor från att aktivt delta i 
samhällsdebatten, utan hat, hot och kränkningar som personcentreras till 
rättsväsendets aktörer riskerar även att påverka dess integritet. I det långa 
loppet skulle därför yttrandefriheten kunna sägas vinna i legitimitet om 
skyddet för den personliga integriteten stärktes. 
 
Det faktum att kränkande fotografering kriminaliserades under år 2013, efter 
många års utredande, tillsammans med att regeringen lagt fram ett förslag 
om att utvidga åtalsmöjligheterna vid ärekränkningsbrott ser jag som ett 
tecken på en förskjutning av den snedvridna balansen mellan 
yttrandefriheten och skyddet för den personliga integriteten som finns i 
svensk rätt idag. Frågans komplexitet kvarstår dock: hur ska vi komma åt 
det ena utan att skada det andra?   
 
8.3 Det förändrade medielandsskapets 
konsekvenser för den personliga 
integriteten 
Den globala arena och kommunikationsplattform som internet skapat har 
medfört att mängden information som sprids till allmänheten har ökat, 
medan kontrollen över informationsspridningen har minskat. 
Masskommunikation är idag inte vigd åt massmedieföretagen, utan varje 
enskild individ har möjligheten att sprida yttranden via internet och sociala 
medier till en obegränsad publik.  
 
Trots Facebook, Instagram och Twitters olika uppbyggnad och syfte har de 
gemensamt att de möjliggör omedelbar och kostnadsfri publicering och 
vidarespridning av yttranden i form av bild och text. Den tekniska 
utvecklingen av internet och sociala medier, men även utvecklingen av 
användarenheter, har därför dramatiskt förändrat möjligheten att sprida och 
inhämta information. Idag kan hat, hot och kränkningar spridas på en 
tiondels sekund genom ett enkelt knapptryck. Det är utan tvekan så att 
yttrandefriheten fått kraftfullare verktyg.  
 
I takt med att yttrandefrihetens redskap växt sig stakare har den tekniska 
utvecklingen skapat utmaningar för den personliga integriteten. Till skillnad 
från den fysiska miljön, där kommunikation är begränsad i tid och rum, 
erbjuder det digitala rummet en till synes obegränsad räckvidd. Det 
offentliga samtalets förflyttning till den digitala miljön har inte bara 
förändrat innebörden av vad som är privat utan även förutsättningarna för att 
skapa personlig integritet.  
 
En av utmaningarna är att vi idag är allt mer öppna med vårt privatliv utan 
att ägna någon tanke åt vem eller vilka som kan tänkas se eller använda 
informationen. Ju mer vi exponerar vår ”digitala identitet” genom att 
publicera privata bilder och texter på och om oss själva, desto mer sårbart 
blir skyddet för den personliga integriteten. 
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En annan utmaning är internets uppbyggnad i sig som avskärmar oss från 
många av de naturliga normer som styr oss i den fysiska miljön. Känslan av 
anonymitet och osynlighet samt den fysiska distansen som internet erbjuder 
ser vi provocera fram allt grövre övergreppsbeteenden. I massmedia kan vi 
nästintill dagligen läsa om extrema hot och kränkningar mot person.  
 
Den största utmaningen för den personliga integriteten är emellertid, enligt 
min mening, den obegränsade spridningskanalen. När information sprids på 
internet sker det, även om det inte är avsikten, med stora delar av världen 
som publik. Skillnaden mot den fysiska miljön är att det på internet finns en 
stor ”vilande” mottagargrupp och när information spridits är även kontrollen 
över informationen i stor utsträckning förlorad. Det är svårt, om inte 
omöjligt, att ha kontroll över det som publiceras på internet i och med 
informationens obegränsade möjlighet att fortplanta sig genom kopiering 
och vidarespridning. Samtidigt som det är svårt att uppskatta omfattningen 
av den informationen som sätts i omlopp på internet, är det svårt att inse 
vilken oändlig ”lagerlokal” som internet utgör. En stor kontrast till den 
fysiska miljön är just denna avsaknad av begränsning i både tid och rum. 
Till detta kommer även möjligheten att söka i denna obegränsade lagerlokal, 
ännu en kontrast till den fysiska miljön. Information sprids idag likt en 
löpeld och lagras i internets oändliga minne. Skadeeffekternas omfattning 
när integritetskänslig information sprids via internet är vitt skilda från tiden 
innan internet och sociala medier introducerades i våra liv.   
 
Som statistiken i kapitel 6 visar är inte bara samhället utan även enskilda 
individer i allt större utsträckning beroende av internet eftersom människor 
och framförallt unga människor spenderar allt större del av sin sociala 
vardag på internet och i sociala medier. Tillgängligheten till internet, och 
främst sociala mediers genombrott, har därför förändrat hur vi konsumerar 
information men även hur vi själva producerar information av privat och 
integritetskänslig karaktär. Den arena och kommunikationsplattform som 
finns tillgänglig, närsomhelst och varsomhelst, möjliggör ett samtal med 
långt värre skadeeffekter än det isolerade och omedelbara samtalet som vi är 
vana vid från det fysiska rummet. Många av de utmaningar som skyddet för 
den personliga integriteten ställs inför kan därför sägas vara nära 
sammankopplade med internets uppbyggnad och natur.  
 
8.4 Lagstiftningen kan bana väg för ett 
förändrat beteende 
Den straffrättsliga lagstiftningen till skydd för den personliga integriteten 
utvecklades i en tid då internet endast var en tanke blott. Idag ska den 
”ålderdomliga” lagstiftningen appliceras i ett internetsamhälle med en 
räckvidd som tillskillnad från de traditionella medierna inte är begränsad i 
varken tid eller rum. Trots att de straffrättsliga bestämmelserna instiftades 
med utgångspunkt i ett statiskt informationssamhälle har de kunnat 
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tillämpas förhållandevis väl i dagens dynamiska informationssamhälle 
eftersom skyddsintresset än idag är den enskildes ära, frid och frihet. Även 
om skyddsintresset är desamma har verkligheten förändrats och 
omfattningen och effekterna av spridandet av integritetskänsliga uppgifter 
har blivit långt värre än för 50 år sedan. 
 
Den tendens som synts i den straffrättsliga utvecklingen är emellertid 
rättstillämparens vilja att utvidga tillämpningsområdet för grova 
integritetskränkningar som sker på internet. I Hustler- och Videro-målet 
uttalade HD sitt missnöje över det bristfälliga integritetsskyddet i svensk rätt 
och utvidgade förtalsbestämmelsen, och därmed även skyddet för den 
personliga integriteten, så att bestämmelsen även omfattar gärningar som 
initialt inte varit avsedda att kriminaliseras genom den. Genom HD:s 
resonemang har det skapats ett indirekt skydd för vissa uppgifter om 
privatlivet.  
 
Konstruktionen som skapats innebär att kriminaliseringen till stor del 
fokuserar på innehållet i uppgiften och inte spridningen. Enligt min mening 
sker dock den mest påtagliga kränkningen ofta i och med spridningen av 
den integritetskänsliga informationen och denna åtgärd utförs inte sällan av 
någon annan än den som ansvarar för själva inhämtandet. Även om det är 
önskvärt med en utvidgning av skyddet för den personliga integriteten 
menar jag att det något ansträngda resonemanget som HD förde i de två 
avgörandena innebär dels att det kriminaliserade området ligger något vid 
sidan av den huvudsakliga integritetskränkningen, spridande av 
integritetskänslig information utan samtycke, dels att anpassningen av 
förtalsbestämmelsen blir problematisk ur legalitetssynpunkt. Gränsen för 
vad som innefattas i förtalsbestämmelsens tillämpningsområde är en oerhört 
svår bedömningsuppgift för rättstillämparen. Den anpassning som skett på 
det straffrättsliga området, genom att HD ”lagade efter läget”, kan inte 
enligt min mening sägas erbjuda en tillfredställande lösning, utan istället 
visar den att det finns en otillräcklighet i det rena skyddet för den personliga 
integriteten i svensk rätt. 	  
 
Införandet av PuL med syfte att skydda människor mot att deras personliga 
integritet kränks vid behandling av personuppgifter är den enda anpassning 
till samhällets utveckling som gjorts. Jag ställer mig emellertid frågande till 
varför PuL inte används i större utsträckning än vad som görs idag, speciellt 
i situationer då hat, hot och kränkningar förekommer på internet och i 
sociala medier. Tillskillnad från de straffrättsliga bestämmelserna omfattar 
PuL ett vidare spektra av integritetskränkningar. PuL är en mycket 
intressant lagstiftning som jag inom ramen för den här framställningen inte 
haft möjlighet att fördjupa mig i. Att utreda vad som kan göras med PuL och 
varför det inte görs skulle vara ett mycket intressant område att behandla 
någon gång framöver.   
 
Det urval av exempel som redovisats tidigare i framställningen visar att det 
på området för spridning av nakenbilder finns tydliga begränsningar i 
skyddet för den enskildes personliga integritet, vilka även får betraktas som 
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brister i det svenska integritetsskyddet. De urval av exempel som redovisats 
i framställningen ger naturligtvis ingen heltäckande bild av karaktären av 
det hat, hot och kränkningar som förekommer på internet idag. Exemplen är 
dock baserade på verkliga fall och borde kunna ge en antydan om hur 
situationen ser ut. Statistik visar även att antalet anmälningar om förtal mer 
än fördubblats under de senaste tio åren och statistiken visar även en 
generell ökning av anmälningar gällande frid- och frihetsbrotten. Skrivelser 
från Datainspektionen har även vid ett flertal tillfällen varnat för att 
kränkningar på internet blir allt grövre och fler till antalet. Utifrån mina 
erfarenheter under arbetets gång vill jag därför påstå att tendensen i 
samhället är att hat, hot och kränkningar som framförs via internet blir fler 
och allt allvarligare inte kommer avstanna.  
 
Det kan dock inte hävdas att svensk lagstiftning i dagsläget står helt 
maktlös. Människors sociala liv och det offentliga samtalets förflyttning 
från det fysiska rummet till den digitala miljön har enligt min mening inte 
öppnat upp för ny brottslighet. Hatet och illviljan har endast fått kraftfullare 
verktyg som medför allt mer långtgående skadeeffekter. I det avseendet har 
inte lagstiftningsarbetet hängt med och vi ser luckor i brottskatalogen som 
nu behöver täppas till. Vissa kränkningar på internet riskerar idag att hamna 
utanför ärekränkningsbrotten. Hotfulla kommentarer som ofta är ett led i en 
mobbningskampanj men inte når upp till den dignitet som krävs för ansvar 
för olaga hot går även idag straffria, om de inte kan anses utgöra ett 
hänsynslöst beteende och fångas upp av ofredandebrottet.   
 
Skyddet för den personliga integriteten i svensk rätt är idag inte uppbyggd 
kring ett generellt skydd. Integritetsskyddet har istället utformats med flera, 
relativt avgränsade skyddsbestämmelser, som i olika led skyddar den 
personliga integriteten. Anskaffandet av integritetskänsliga uppgifter kan i 
vissa fall omfattas av ofredandebrottet och det nyligen införda straffbudet 
kränkande fotografering, behandling och publicering av personuppgifterna 
kan vara otillåtna och straffbara enligt PuL och ärekränknings-
bestämmelserna. Svensk rätt kan därför sägas ”dela upp” kränkningen i 
olika led. Just nu är inhämtandet av integritetskänslig information 
kriminaliserat men inte själva spridningen av informationen under 
förutsättning att informationen inte kan anses vara av nedsättande karaktär. I 
dagens samhälle, där vi är allt mer öppna med vårt privatliv, ser vi dock att 
kränkningen allt oftare består av själva spridningen av integritetskänslig 
information utan samtycke. Med det upphackade ansvaret som finns idag 
riskerar beteenden att falla mellan stolarna. Svensk lagstiftning behöver 
enligt min mening ta ett helhetsgrepp om skyddet för den personliga 
integriteten.   
 
Som jag tidigare poängterat är dock frågan oerhört komplex. Det krävs 
åtgärder för att beivra de oönskade beteenden som lavinartat sprider i 
samhället. Regeringen har betonat att hat, hot och kränkningarna på internet 
är ett allvarligt samhällsproblem och ett prioriterat område som kräver bland 
annat rättsliga krafttag för att motverkas. Som ett led i kampen mot näthatet 
har regeringen beslutat om en proposition som innehåller ett förslag som ger 
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enskilda personer en starkare processuell ställning i ärekränkningsmålen. 
Regeringen har även givit Brå i uppdrag att kartlägga omfattningen av hot 
och kränkningar som sker via internet. I uppdraget ingår även att beskriva 
vilka problem på området samt att ge förslag på åtgärder och förbättringar. 
 
Det som bidrar till uppfattningen att internet är ett laglöst land är bland 
annat de brister som går att finna i lagstiftningen men även rättsordningens 
brist på kunskap och effektivitet i utredningsarbetet. Det är inte 
yttrandefrihet att hota och kränka medmänniskor. Utövandet av en enskild 
individs rättighet får inte gå ut över någon annans. Men det är också viktigt 
att skilja mellan vad som är brottsligt och vad som i och för sig är stötande 
men inte olagligt. Sverige är enligt artikel 8 i Europakonventionen skyldig 
att värna om människors personliga integritet både genom att kriminalisera 
och effektivt beivra intrång i den enskildes privata sfär. Även om 
lagstiftningen i stor uträckning anses uppfylla Europakonventionens krav är 
utformningen av dagens lagstiftning kring ärekränkningsbrotten, frid- och 
frihetsbrotten samt skydd för kränkande behandling av personuppgifter idag 
inte tillräcklig för ett land som Sverige som värnar om enskildas 
människliga fri och rättigheter. Lagstiftningen behöver ses över och 
anpassas till de förändrade beteendemönster som syns i samhället för att i 
någon mån få ett helhetsgrepp om de integritetskränkningar som sker på 
internet.  
 
8.5 Avslutande kommentar 
Hotfulla och kränkande yttranden som framförts via internet och sociala 
medier blir allt grövre och fler till antalet. Rättssamhället står inför en svår 
utmaning. Intresseavvägningen mellan rätten till yttrandefrihet och skyddet 
för den personliga integriteten är en oerhört svår balansgång att vandra. 
Yttrandefriheten skulle dock i längden gynnas av ett förstärkt skydd för den 
personliga integriteten. Näthatet drabbar enskilda personer hårt och riskerar 
i sin tur att medföra en rädsla för att våga uttrycka sina åsikter. När 
människor inte vågar uttala sig på grund av rädsla riskerar hatet att bli ett 
hot mot vår demokrati. 
 
Debatten har nått kulmen och arbetet mot näthatet är ingen hopplös kamp. 
Politiska åtgärder har vidtagits men jag tror även att de rättsliga signalerna 
från regeringen måste kompletteras med andra samhälleliga insatser. Genom 
lagstiftning kan samhället bana väg för en förändring av sociala normer i 
samhället men attityden till vår omgivning och varandra måste framförallt 
förändras. Att stoppa näthatet är vårt gemensamma ansvar och här har vi 
alla olika roller att spela. Lagstiftarens roll är att se till att de regler som 
samhället har ställt upp uppdateras så att de är effektiva i den förändrade 
verklighet vi lever i. Då har vi en grund som gör att andra goda krafter kan 
agera för att internet ska fortsätta att vara den källa till idéutbyte och 
relationsskapande som det bör vara. 
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Bilaga A 
 
Anmälda brott  
 
 
År 
2004 2013 
Antal Antal 
Hela landet   
Sexuellt ofredande (ej blottning) 4 313 7 614 
Olaga hot 43 181 48 448 
Ofredande 31 375 54 872 
Ärekränkningsbrott 7 204 12 731 
 
Källa: Statistikdatabasen över anmälda brott, Brå, hämtad den 1 april 2014 
från: 
http://statistik.bra.se/solwebb/action/anmalda/urval/sok.   
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Sociala mediers roll och uppkomst, Statens medieråd, hämtad den 1 april 
2014 från:  
http://mik.statensmedierad.se/mediers-roll/sociala-mediers-uppkomst-och-
roll 
[Cit. Sociala mediers roll och uppkomst (Statens medieråd)] 
 
Statistikdatabasen över anmälda brott, Brå, hämtad den 1 april 2014 från: 
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[Cit. Statistikdatabasen över anmälda brott (Brå)] 
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2013, hämtad den 14 april 2014 från: 
http://www.svd.se/nyheter/inrikes/chatt-med-aklagare-helene-gestrin_ 
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[Cit. Ställ frågor om hot på nätet (Svenska Dagbladet 2013)] 
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[Cit. Ställ frågor om hot på nätet (Svenska Dagbladet 2013)] 
 
Uthängda med nakenbild men lagen kan inget göra, Sveriges radio P1, 
publicerades den 8 december 2013, hämtad den 14 april 2014 från: 
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[Cit. Uthängda med nakenbild men lagen kan inget göra (Sveriges radio P1 
2013)] 
 
Vad menas med känsliga personuppgifter, Datainspektionen, hämtad den 16 
april 2014 från: 
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[Cit. Vad är näthat? (Institutet för Juridik och Internet)] 
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den 10 april 2014 från: 
http://www.datainspektionen.se/press/nyheter/ 2011/vagledning-ska-ge-fler-
atal-for-brott-mot personuppgiftslagen/ 
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