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ABSTRAKT 
Cílem této práce je prostudovat metody handoveru používaných ve WiMAX a 
WLAN sítích, dále navrhnout možnosti simulace metod handoveru pro WLAN 
v simulačním prostředí Opnet Modeler. Tato práce se především zaměřuje na získání 
informací o okolních AP a následném výběru nového AP s využitím těchto informaci. 
Práce podrobně popisuje jednotlivé postupy řešení, které jsou použity pro implementaci 
nových skenovacích metod. 
KLÍČOVÁ SLOVA 
Handover, Opnet, Opnet Modeler, WLAN, Wi-Fi, WiMAX, VoIP 
 
 
 
ABSTRACT 
The aim of this work is to study methods of handover used in WiMAX and  WLAN 
networks, next suggest the posibility of simulation methods for WLAN handover in the 
simulation environment OPNET Modeler. This work is focused primarily on obtaining 
the information about neighboring AP and subsequent selection of a new AP using 
such information. The work describes in detail each processes solutions that are 
used to implement newscanning methods 
KEYWORDS 
Handover, Opnet, Opnet Modeler, WLAN, Wi-Fi, WiMAX, VoIP 
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ÚVOD 
 Bezdrátové sítě se během posledních let staly běžnou součástí života. 
Dnes jsou implementovány Wi-Fi rozhraní do velikého množství mobilních 
zařízení, jako jsou např.: notebooky, MDA, PDA i lacinější modely mobilních 
telefonů. K plné mobilitě zařízení využívající danou síť je potřeba tzv. procedury 
handover, na kterou je zaměřena tato diplomová práce. 
V úvodní teoretické části je nejprve popsán základní princip a rozdělení na 
měkký a tvrdý  handover. Následuje jeho popis a možnosti ve WiMax standardu 
802.16e. V další kapitole je handover popsán v sítích Wi-Fi, tedy standardu 
802.11. Uveden je především handover na druhé síťové vrstvě, tj. nejnižší vrstva, 
na které lze handover realizovat. Podrobněji je rozebrána část skenování kanálů, 
která má velký vliv na efektivitu handoveru. 
Praktická část je zaměřena na možnosti simulace handoveru v Opnet 
Modeleru (OM). Nejprve je prozkoumán základní WLAN model z knihovny OM. 
Dále je práce soustředěna na popis sdíleného WLAN handover modelu 
umožňující handover s pěti skenovacími metodami. Tento model dále posloužil 
jako základ pro implementování průběžného skenování zajištující sběr informací 
z okolních AP. Stanice tyto nasbírané informace využívá k výběru AP při 
handoveru. Díky stále aktuálním informacím o okolních AP se eliminovali některé 
špatné vlastnosti již implementovaných skenovacích metod. V práci jsou 
vysvětleny jednotlivé kroky úprav stavového automatu MAC vrstvy modelu. 
Jednou ze stěžejních částí je popis zavedení vlastních časovačů a obsluha jejich 
přerušení. Práce také obsahuje výsledky původních handover metod i nově 
implementovaných. 
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1 HANDOVER 
 Proces handover je jednou z nejdůležitějších součástí mobilních sítí. 
Zajišťuje plnou mobilitu uživatelů v oblasti pokryté určitou technologii. Umožňuje 
udržovat komunikační spojení s pohybujícím se účastníkem pomocí automatické 
změny základnové stanice bez nutnosti zásahu uživatele. Před samotnou změnou 
základnové stanice se nejprve monitoruje kvalita komunikačních kanálů mezi 
mobilním uživatelem a sousedními základnovými stanicemi. Naměřené parametry 
se následně vyhodnotí a rozhodne se o případné změně obsluhující základnové 
stanice.  
1.1 OBECNÉ TYPY HANDOVERU 
Základní rozdělení je podle toho kdy dojde k ukončení spojení s obsluhující 
základnovou stanicí.  
 Tvrdý handover: 
 Měkký handover 
Při tvrdém handoveru nejprve dojde k přerušení spojení s obsluhující 
základnovou stanicí a poté k navázání spojení s novou, neboli cílovou obsluhující 
stanicí. Je zřejmé, že během tvrdého handoveru vznikne časový úsek bez spojení, 
nebo-li handover přerušení. Během měkkého handoveru je udržováno spojení 
s více základnovými stanicemi současně. To přináší eliminaci handover přerušení.  
Nevýhodou měkkého handoveru je složitější implementace do systému. Proto je 
nejčastěji povinou součástí systému pouze tvrdý handover, který je jednodušší.  
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2 HANDOVER VE WIMAX SITÍCH 
WiMAX (Worldwide Interoperability for Microwave Access) je stále se 
vyvíjející širokopásmová bezdrátová technologie definovaná v řadě norem IEEE 
802.16. První verze byla popsána ve standardu IEEE 802.16-2004[1], která 
nepodporuje plnou mobilitu. Umožnění plné mobility pomocí handoveru je 
zavedeno v následujícím standartu IEEE 802.16e [2].  
2.1 MOŢNOSTI HANDOVERŮ DEFINOVANÝCH V IEEE 802.16E 
Tento standart definuje tři základní typy handoverů [2]: tvrdý handover, 
makro diverzitní handover (MDHO) a rychlé přepínání základnových stanic 
(FBSS). Tvrdý handover je povinou součástí ve WiMax systémech, ostatní jsou 
volitelné. 
2.1.1 Tvrdý handover 
Během tvrdého handoveru komunikuje MS (mobil station) vždy pouze 
s jednou BS (base station).  Před přepojením k nové BS jsou všechny spojení se 
starou BS ukončeny. Tím vznikne velmi krátký interval, kdy MS není připojená 
k žádné BS. Handover se provede na základě vyhodnocení kanálových parametrů 
(např.: síla signálu) stávající a sousední BS. 
2.1.2 Makro diverzitní handover - MDHO 
Makro diverzitní handover MDHO (Macro Diversity Handover) je to jeden 
z tzv. měkkých handoverů. Mobilní stanice a základnové stanice si udržují seznam 
divezitní skupiny aktivních BS. Princip je obdobný jako u měkkého handoveru 
v UMTS (zde se jedná o aktivní sadu BS). Rozesílání aktualizací diverzitní sady 
mezi základnovými a mobilními stanicemi se děje pomocí MAC řídících zpráv. O 
přidání nebo odebrání BS z divezitní skupiny se rozhoduje na základě dvou 
rozhodovacích úrovních CINR (Carrier to Noise plus Interface Ratio). Hodnoty 
těchto prahových úrovní se rozesílají boardcastově v DCD zprávě (Downlink 
ChannelDescriptor). Skupina diverzity je definována pro každou mobilní stanici 
v síti. MS průběžně monitoruje všechny BS v seznamu diverzity a jednu z nich si 
vybere jako kotevní BS. MS se synchronizuje, autorizuje a registruje pomocí 
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kotevní BS. Dále MS komunikuje současně s kotevní BS a se všemi BS 
v diverzitni skupině. Ve směru downlink vysílají data dvě, nebo více základnových 
stanic k MS a ta je kombinovaně zpracovává. Ve směru uplink vysílá MS k více 
základnovým stanicím. BS označené jako sousední můžou také přijímat 
komunikaci od MS, ale úroveň signálu je příliš nízká na to, aby se mohli začlenit 
do diverzitní skupiny. 
 
Obr. 1 Makro divezitní handover [9] 
2.1.3 Rychlé přepínání základnových stanic - FBSS 
Rychlé přepínání základnových stanic FBSS (Fast Base Station Switching) je 
způsob handoveru velmi podobný makro diverzitnímu. Mobilní a základnové 
stanice udržují stejným způsobem seznam diverzitní skupiny. Data jsou též 
vysílány všemi směry, ale zpracovávány jsou pouze v kotevní BS. Princip je 
naznačen na Obr. 2. 
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Obr. 2 Rychlé přepínání základnové stanice [9] 
2.2 PRŮBĚH HANDOVERU -  PŘERUŠENÍ 
Podle dokumentu [2], se může postup handoveru dělit do několika fází:  
 ohlášení síťové topologie (network topology advertisement),  
 skenování sousedních MS,  
 reselekce buňky,   
 rozhodnutí a zahájení handoveru,  
 synchronizace s downlink kanálem 
 opětovné vstoupení do sítě (re-entry) (viz Obr. 3).  
První dvě etapy, ohlášení síťové topologie a skenování okolí MS, jsou 
prováděny před zahájením procesu handoveru. Tyto fáze umožňují  
MS zkoumat a shromažďovat informace o všech sousedních BS. V rámci 
skenování hledá MS vhodnou cílovou základnovou stanicí nebo stanice, které jsou 
vhodné pro přidání do seznamu diverzity. Skenování se provádí v tzv. 
skenovacích intervalech, které prokládají běžný provoz MS. Jakmile je skenování 
dokončeno, posílá MS výsledky zpět obsluhující BS.  Výsledky skenování mohou 
být doručeny obsluhující BS ve dvou typech zpráv. První z nich je spouštěcí 
aktivační událost (Event trigger reporting), MS vyšle zprávy pokud je některá 
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spouštěcí podmínka splněna (např. pokud CINR klesne pod, nebo vstoupne nad  
určitou mez). Druhy typ je pravidelný podávání zpráv (Periodik reporting), kde MS 
posílá zprávy v pravidelných intervalech. 
 
Obr. 3 Fáze handoveru [9] 
Výsledky získané v průběhu procesu skenování jsou použity v dalším 
kroku handoveru , tj. reselekce buňky. V tomto kroku je možná cílová BS vybrána  
na základě parametrů kanálu a / nebo nabízených QoS. Poté následuje 
rozhodnutí o předání a pokud jsou splněny všechny podmínky, tak následuje 
inicializace předání. Prvním krokem po inicializaci předání MS je synchronizace  
downlink kanálu s cílovou BS. Před tím než je synchronizace dokončena, jsou 
všechny spojení s obsluhující BS uzavřeny a MS nemůže ani přijímat ani odesílat 
data. Tento čas odpovídá přerušení v důsledku handoveru. 
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Jakmile je dokončena synchronizace s downlink kanálem cílové BS, tak 
může MS začít další část handoveru a tou je procedůra opětovné vstoupení do 
sítě (network re-entry procedure). Ta se skládá ze tří podetap: zařazení (ranging), 
re-autorizace a re-registrace. Na začátku procesu zařazení (ranging) získává MS 
informace o uplink kanálu prostřednictvím UCD (Uplink Channel Descriptor) 
zprávy a informace o alokaci zdrojů (prostředků) prostřednictvím UL-MAP (Uplink 
MAP) zprávy. V důsledku toho jsou vyměňovány zařazovací parametry (ranging 
parameters) (např. vysílací výkon, časování informace nebo kmitočtový odstup). 
Následují procesy opětovná autorizace a registrace MS k cílové BS. Po úspěšné 
autorizaci a registraci může MS začít s normálním provozem. To znamená, že MS 
může pokračovat ve výměně dat, protože handover přerušení skončilo.  
 Princip obou typů měkkých handoverů (MDHO a FBSS) je založen na  
souběžné komunikaci s více než jednou BS. Proto je doba trvání handover 
přerušení odlišná v porovnání s přerušením u tvrdého handoveru.  
V případě MDHO musejí MS a BS zachovávat nastavení diverzity. MS  
komunikuje (včetně uživatelského provozu), současně se všemi BS v diverzitním 
seznamu. Proto, pokud diverzitní seznam obsahuje více než jednu BS, není 
v důsledku použití MDHO zpoždění datových paketů. Zpoždění nastává v případě, 
že je v seznamu diverzity pouze jedna BS a je podobné jako v případě tvrdého 
handoveru, neboť jsou předávány stejné MAC řídící zprávy. Pouze obsah těchto 
zpráv je mírně změněn.  
V případě FBSS je situace obdobná jako u MDHO. MS a BSs  
také zachovávají seznam diverzity. MS vysílá/přijímá data z/do všech 
základnových stanic, které jsou v seznamu diversity, ale zpracovává se 
komunikace pouze s kotevní BS. FBSS vlastně znamená jen přepínání kotevní 
BS. Tím nevzniká handover zpoždění, jestliže seznam diverzity obsahuje alespoň 
dvě BS. Pokud seznam diverzity obsahuje jen jedenu BS, tak je doba přerušení 
stejná jako u tvrdého handoveru. 
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3 MOBILITA V IEEE 802.11 BEZDRÁTOVÝCH SITÍCH 
Podpora mobility v konvenčních sítích IEEE 802.11 nebyla příliš uvažována, 
jelikož jeden přístupový bod často stačí pro pokrytí malé domácí, nebo 
kancelářské sítě. Pro QoS náročné aplikace, jako jsou například VoIP a 
multimédia, je bezešvý handover velmi důležitý. Procesu handover v sítích WiFi se 
také velmi často říká roaming. 
3.1 HANDOVER PROCES 
Přístupové body (AP) poskytují bezdrátové připojení předáváním paketů 
z bezdrátové domény do interní sítě. Vzhledem k mobilitě se mohou zařízení 
dostat mimo prostor pokrývající AP a ztratí signál. V tomto případě by se měl 
mobilní uživatel přepojit k novému AP a udržet tím spojení. Požadavek na 
handover vychází vždy ze strany klienta (stanice). Klient požadavek učiní na 
základě vyhodnocení několika parametrů spojení např.: pokles signálu, nebo 
velkému výskytu chyb při přenosu. Handover probíhá typicky na druhé, nebo třetí 
vrstvě síťového modelu, podle toho jestli se jedná o iter-handover, nebo intra-
handover. Rozdíl je naznačen na Obr. 4. 
 
Obr. 4 Handover na 2. a 3. vrstvě [11] 
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3.1.1 Intra-handover 
Při handoveru je nutné aby AP mezi sebou komunikovali a k tomu slouží 
IAPP (Inter-Access Point Protocol – IEEE 802.11f). Protokol IAPP specifikuje 
informace, které musí AP mezi sebou vyměňovat během handoveru. Byl zaveden 
v normě 802.11f, která byla schválena v polovině roku 2003. IAAP neadresuje 
problém handoveru mezi AP na různých podsítích IP, tím se zaobírá mobile IP na 
3 vrstvě síťového modelu. [10] 
Na Obr. 5 jsou znázorněny základní prvky podílející se na handoveru na 2. 
vrstvě: stanice STA, starý přístupový bod (Old AP), nový přístupový bod (New 
AP), distribuční systém (DS), základní servisní sady BSS1 a BSS2 musí být 
součástí stejné rozšířené servisní sady (ESS1). Přenosové kanály (CHX,CHY) 
v jednotlivých buňkách musí být odlišné kvůli vzájemnému rušení. Handover 
proces může být dělen do tří fází: skenování, re-autentizace, re-asociace 
(obnovení spojení). [10] 
 
 
Obr. 5 Prvky podílející se na handoveru [10] 
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Fáze 1.: skenování: 
 Standard definuje dva typy skenování a to pasivní a aktivní. Při pasivním 
skenování se přepne stanice na první kanál z používaných v ESS a čeká na 
příchozí Beacon zprávu. Beacon zprávy vysílají AP periodicky v intervalech, který 
je většinou v základním nastavení nastaven na 100ms. Jestliže stanice příjme 
Beacon zprávu, změří poměr SNR (signál/šum) přijatého signálu a pokud hodnota 
SNR je větší než nastavená mezní hodnota, tak si informace o AP uloží. Po 
vypršení času Passive scan timeout se přepne na další kanál. Pokud na 
následujích kanálech přijme stanice Beacon rámec s lepším SNR, tak si AP uloží 
jako nového nejlepšího kandidáta. Po ukončení skenování stanice zahájí 
přepojení na AP s nejlepším SNR.  
 
Obr. 6 Pasivní skenování [10] 
Při aktivním skenovaní stanice neposlouchá pouze pasivně, ale prohledává síť 
pomocí vysílání Probe rámců. Stanice se přepne na první kanál a vyšle boardcast 
Probe Request. Zároveň se spustí časovač Min Channel Time a stanice 
zpracovává všechny příchozí Probe Response rámce. Jestliže do vypršení 
časovače stanice nepřijme žádný Probe Response, tak se stanice přepne na další 
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kanál, pokud ale přijde, tak bude stanice čekat na Probe Response od všech 
možných AP na kanále až do doby Max Chanel Time. Účelem této skenovací 
metody je prozkoumat všechny AP, kterým se může stanice připojit. V  místech 
s větším počtem AP ovlivňuje možnost prozkoumání všech AP časovač Max 
Channel Time.  
 
Obr. 7 Aktivní skenování [10] 
Fáze 2.: Re-autentizace 
 V této fázi se stanice autentizuje s nejlepším AP, které bylo objeveno ve 
fázi 1. Autentizace je nezbytným předpokladem pro asociaci. Nicméně standard 
IEEE 802.11 striktně nedefinuje, že po autentizaci musí následovat asociace, ani 
že autentizace musí následovat po vyhledávacím cyklu. Z tohoto důvodu někteří 
výrobci implementovali svoje schémata dopředné autentizace (preauthentication) 
např.: vyhledávání s dopřednou autentizaci (Discovery with Preauthenticatio). 
Fáze 3.: Re-asociace 
Jakmile je autenitizace s novým AP hotová, tak může začít re-asociace. Ta 
je důležitá pro synchronizaci, neboť stanice se musí nejprve před přenosem dat 
synchronizovat s novým AP. Během reasociace si stanice vymění informace o 
přenosových rychlostech a BSS ID.  Podle [4] je re-asociace vykonávána v šesti 
krocích. Tyto kroky jsou znázorněny na Obr. 8. 
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Obr. 8 Postup re-asociace [5] 
 Na Obr. 10 je souhrnně zobrazen proces handover podle standardu 
IEEE 802.11. Celkové zpoždění se skládá z dílčích částí jednotlivých fází procesu.  
Podle [3] je 90% celkového handover zpoždění způsobeno skenováním, proto je 
účinnost a rychlost skenování předmětem mnohých výzkumů. Rozsah 
skenovacího zpoždění lze popsat pomocí vzorce  
 maxmin TNTTN scan  , (3.1) [5] 
kde N je celkový počet kanálů používaných v dané zemi, Tmin je MinChannelTime, 
Tmax je MaxChannelTime a Tscan je celkové zpoždění skenování. To jsou tři 
parametry, které ovlivňují dobu skenování. Jelikož celkový počet používaných 
kanálu N je pevně dán pro danou lokalitu, mohou metody pasivní a aktivní 
skenování ovlivňovat dobu skenovaní pouze pomocí Tmin a Tmax .  
 Kromě výše popsaných normalizovaných metod skenování (pasivní, aktivní) 
existují různé alternativní metody pro zvýšení efektivnosti skenování, potažmo 
celého handoveru. Jako jedna z možností se nabízí snížit počet kanálů, na ty které 
se tzv. nepřekrývají, neboli na ty, které mezi sebou neinterferují. To jsou pouze tři 
a to kanály 1, 6, 11, jak ukazuje Obr. 9. Díky tomu jsou tyto kanály často 
využívány v infrastruktuře s více AP. Proto tedy vznikly dva mechanismy se 
sníženým počtem prohledávaných kanálů N. Založeny jsou na původních 
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pasivním a aktivním skenovaní a jmenují se rychlé pasivní skenování (fast pasive) 
a rychlé aktivní skenování (fast active). Tyto metody již někteří výrobci do svých 
zařízení aplikovali. [5] 
 
Obr. 9  Interference kanálů [5] 
Jedny z nejpokročilejších alternativních metod skenování jsou metody 
založeny na základě znalostí sousedních AP tzv. neighbors. Využívají datovou 
strukturu, která obsahuje informace o sousedních AP. Především seznam kanálů, 
na kterých sousední AP pracují, dále jejich BSS ID a další volitelné položky. 
S využitím těchto informací může stanice snížit počet prohledávaných kanálu  (N) a 
čas strávený čekáním na odpověď na konkrétním kanálu (Tmax). Touto metodou se 
bude zabývat většina druhé části práce a bude tedy podrobněji rozebrána. 
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Obr. 10 Handover v IEEE 802.11 [10] 
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4 ZÁKLADNÍ POPIS PROSTŘEDÍ OPNET MODELERU 
V této kapitole budou uvedeny základní vlastnosti programu OPNET Modeler, 
ve kterém jsou následně prováděny veškeré simulace týkající se handoveru. 
Program OPNET Modeler (OM) od společnosti OPNET Technologies Ins 
slouží pro návrh, simulaci a analýzu sítí. Jeho hlavní výhodou je vysoká 
efektivnost a výkonnost umožňující simulovat i velmi rozsáhlé sítě.[6] 
OM tvoří základní tři hierarchické editory: 
 
4.1 EDITOR PROJEKTU 
Editor projektu je výchozí grafický editační nástroj sloužící k sestavování 
topologie sítě pomocí jednotlivých uzlů (node). Jednotlivé uzly se vybírají 
z knihovny OM, nebo si lze vytvořit (upravit) vlastní. Zde se také definují jednotlivé 
trasy mobilních uzlu, vzdálenosti mezi uzly, popřípadě lze přiřadit k pozadí i 
konkrétní mapy lokality. [6] 
4.2 EDITOR UZLU 
Umožňuje definovat vnitřní architekturu síťového zařízení nebo systému a 
vzájemné vztahy mezi funkčními moduly a volanými funkcemi. Uzel se skládá 
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z modulů, které představují aplikace, protokolové vrstvy, algoritmy a fyzické 
prostředky takové jako jsou buffery, porty a sběrnice. Modul může generovat, 
posílat a přijímat pakety od ostatních modulů uvnitř uzlu, popřípadě od jiných uzlů 
pomocí paketového proudu. [6] 
4.3 EDITOR PROCESU 
V této kapitole budou uvedeny základní vlastnosti a součásti editoru 
procesů, které jsou potřeba k vytvoření (upravení) vlastního modelu.  
Procesní model je definovaný jako konečný stavový automat FSM (Finite 
State Machina) viz Obr. 11. Ten je tvořen stavy a přechody, které jsou definovány 
v grafickém stavovém diagramu, viz Obr. 11. Každý stav a proces modelu 
obsahuje programový kód v jazyku C/C++ podporovaný rozsáhlou knihovnou 
s funkcemi vytvořenými pro protokolové programování.  
 
Obr. 11 Stavový automat v editoru procesu. 
Kódy se mohou vkládat na tři místa ve stavovém automatu.  
 Vstupní pozice (Enter Executive) – kód se provede ihned po 
příchodu do stavu.  
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 Výstupní pozice (Exit Executive) – kód se provede při opouštění 
stavu, tj. při přechodu do jiného stavu, a nebo při přechodu sám na 
sebe.  
 Přechodová pozice (Transitiv Executive) – kód je proveden 
v odpovědi na specifickou událost. 
Stavy jsou trojího druhu:  
 Vynucený stav (Forced State) – označen zeleně. U vynuceného 
stavu se provedou oba kódy (ze vstupní i výstupní pozice) ihned při 
příchodu a pokračuje se do dalšího stavu. 
 Nevynucený stav (Unforced State) – označen červeně. U 
nevynuceného stavu se provede nejprve vstupní kód a poté se čeká 
na přerušení, které stav posune na výstupní pozici. 
 Počáteční (INIT) -  je to počáteční stav procesu. Může být vynucený 
i nevynucený a označuje se černou plnou šipkou. 
 
Obr. 12 Typy stavů 
Přechody mezi stavy jsou také dvojího druhu:  
 Podmíněný - pro podmíněný přechod musí být splněna přechodová 
podmínka, vyjádřená převážně pomocí. 
 Nepodmíněný – tento přechod se uskuteční bez ohledu na 
jakoukoliv podmínku. 
Další součásti editoru procesu jsou proměnné a bloky: 
 Stavové proměnné (SV – State Variables Block) – zde se deklarují 
proměnné, které udržují svoji hodnotu i po přechodu do jiného stavu 
a jsou přístupné i z funkčního bloku. [6] 
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 Dočasné proměnné (TV – Temporary Variables Block) – zde se 
deklarují proměnné, které neudržují svoji hodnotu po přechodu do 
jiného stavu a nejsou přístupné z funkčního bloku. [6] 
 Hlavičkový blok (HB – Header Block) – definuje hlavičku daného 
procesu. Jsou zde definována podmínky pomocí makra pro přechody 
mezi stavy. Dále např. konstanty a definice nových datových struktur. 
 Funkční blok (FB – Function Block) – zde se zapisují funkce 
zapsané v C/C++ jazyce, které se následně mohou volat v kódech 
stavů. 
 Diagnostický blok (DB – Diagnostic Block) – zde jsou obsaženy 
funkce posílající diagnostické informace na standardní výstupní 
zařízení. [6] 
 Ukončovací blok (TB – Termination Block) – slouží pro dealokaci 
dynamické paměti proměnných. [6] 
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5 HANDOVER V OPNET MODELERU 
Tato část se zaobírá možnostmi simulace handoveru v OPNET Modeleru pro 
WLAN sítě. Nejprve jsou prozkoumány WLAN modely ze základní knihovny a 
následně a WLAN handover model a popsány jeho rozšíření, které byly v rámci 
diplomové práce provedeny. 
5.1 ZÁKLADNÍ MODELY Z KNIHOVNY OPNET MODELERU 
Základní WLAN modely plně nepodporují handover na 2. vrstvě, pouze 
s využitím 3. vrstvy (mobile IP). To bylo ověřeno pomocí jednoduchého scénáře, 
který je zobrazen na Obr. 13.  
5.1.1 Scénář simulace 
Scénář obsahuje dva přístupové body (AP1, AP2), Swith, Server a mobilní 
stanici (Client). 
 
Obr. 13 Scénář se základními modely WLAN 
Pro mobilní stanici byla definována trajektorie mezi AP pomocí záložky 
Topology -> Define Trajectory. Trajektorie se ukládá jako soubor pod libovolným 
jménem (např.: roaming.trj) a stanici se přiřadí pomocí Edit Attributes -> trajectory. 
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IP adresace byla ponechána na automatickou konfiguraci. Klientské adresy 
(Client Address), byly zvoleny 101 pro klienta a 201 pro server. Stejné hodnoty 
byly nastaveny pro Wirelles LAN MAC Address. U AP1 a AP2 byl nastaven 
parametr BSS Identifier na hodnoty 1 a 2. Ostatní parametry AP zůstali na 
základních hodnotách. 
V nastavení mobilního klienta musí být parametr BSS Identifier nastaven na 
stejnou hodnotu jako výchozí AP, tedy na 1 a nastavenena možnost roamingu 
(Roaming Capability – Enable). Nastavení WLAN parametrů klienta je zachyceno 
na Obr. 14. Nastavení pro AP je totožné, kromě Access Point Functionality, které 
je přepnuto na Enable. 
 
Obr. 14 WLAN Parametry klienta 
Význam nejzákladnějších položek WLAN parametrů: 
 BSS Identifer – identifikátor základní servisní sady (BSS). 
 Access Point Functionality – zapínaní/vypínání funkcí AP. 
 Physical Characteristics – určuje charakteristika fyzické vrsty. 
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 Data Rate – určuje přenosovou rychlost. 
 Channel Settings – lze nastavit šířku pásma kanálu a minimální frekvenci 
(ponechává se na automatickém nastavení podle charakteristiky fyzické 
vrstvy). 
 Transmit Power – vysílací výkon stanice. 
 Packet Threshold – hraniční hodnota výkonu přijatého paketu, který je 
povařován ještě za platny signá. 
 AP Beacon Interval – interval vysílání Beacon rámců 
 Roaming Capability – povolení roamingu 
5.1.2 Nastavení VoIP provozu 
Pro simulování handoveru se využívá provoz aplikace Voice, pro který je 
handover v reálném prostřední velmi kritický. 
5.1.3 Nastavení aplikace 
V Applicatoin config byla definována aplikace s názvem IP telefony 
využívající předefinovaného typu aplikace Voice. Její parametry zůstaly na 
základně nastavených, kromě kódovacího schématu (Encoder Sheme), který se 
změnil na G.711 a typ služby (Type of Servise), který se změnil na Interactive 
Voice (6). Položka Trafic Mix(%) nastavená na All Discrete zajištuje konstantní 
datový tok, který je vhodný pro sledování poklesu přenosu dat. 
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Obr. 15 Definivání aplikace IP telefony 
5.1.4 Nastavení profilu 
V Profile config byl nastaven profil se jménem Remote Station řídící běh 
aplikace IP telefony. Položka Start Time Offset slouží k posunutí startu aplikace, 
zde byla nastavena na konstantní hodnotu 5 s. Trvání aplikace (Duration), bylo 
nastaveno do konce profilu (End of Profile). Opakování (Repeatability) bylo 
nastaveno na  neomezené (Unlimited) sériové opakování s exponenciálním časem 
mezi opakováními se sřední hodnoutou 300. Čas spouštění celého profilu byl 
nastaven na 10 s (Start Time) a doba trvání do konce simulace (End of 
Simulation). Nastavení je zobrazeno na Obr. 16. 
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Obr. 16 Nastavení profilu Remote Station 
5.1.5 Nastavení mobilního klienta a serveru 
Nastavení VoIP provozu je pro klienta a server stejný, jen se záměnou cílových 
jmen aplikace (101/201). V položce Applications je nejprve nastaven podporovaný 
profil (Supported Profiles) na dříve vytvořený Remote Station. Dále je nastavena 
podporovaná služba (Supported Service) na IP telefony (tj. aplikace nastavená 
v Applicattion Definition). Poslední je nastaveno cílové nastavení aplikace 
(Destination Preference). Nastavení je provedeno pro aplikaci IP telephony se 
symbolickým jménem (Symbolic Name) Voice Destination. Actual  Name je 
nastaveno právě na protější adresu (Client Address) serveru nebo klienta (201 – 
101). 
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Obr. 17 Přiřazení profilu a aplikace pro Voice provoz 
5.1.6 Zhodnocení 
Bylo ověřeno, že důležitým parametrem pro inicializaci přepnutí klienta 
k jinému AP je Paket Reception-Power Treshold. Určuje hraniční hodnotu výkonu 
přijatého paketu. Pakety s nižší hodnotou jsou označeny za šum a stanice je 
přestane zpracovávat. Pro inicializaci tedy není rozhodující vyšší výkon 
sousedního AP, ale přijaté pakety s nižší hodnotou než je tato hraniční. To je 
patrné ze skokové změny SNR přijímaného signálu na Obr. 18. 
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Poměr signál/šum příchozího provozu u mobilního klienta
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Obr. 18 poměr signál-šum příchozího provozu mobilního klienta 
 Na Obr. 19 a Obr. 20 je zobrazen příchozí a odchozí provoz klienta. 
Příchozí provoz se po přepnutí v čase 410 s nepřesměruje na AP2, ale stále je 
posílán na AP1. U odchozího je vidět zvýšený provoz po přepnutí, způsobený 
vyprazdňováním vyrovnávací paměti, která se naplní během přerušení. Tento 
obrázek dokazuje nemožnost handoveru na 2. vrstvě u základních modelů WLAN 
v knihovnách Opnet Modeleru, proto se následující práce zaobírá WLAN handover 
modelem a následným jeho rozšířením. 
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Příchozí provoz dat u mobilního klienta
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Obr. 19 Příchozí provoz klienta  
Odchozí provoz dat u mobilního klienta
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Obr. 20 Odchozí provoz klienta 
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5.2 WLAN HANDOVER MODEL 
Společnost OPNET nabízí na svých stránkách ke stažení „Contributed“ 
modely, které sem vkládají uživatelé z celého světa. Model, který zde bude 
popsán a následně rozšířen má označením „WLAN handover model“ a ID: 705. 
Oproti základním modelům z knihovny OM má implementován svoji MAC a PHY 
vrstvu, pět  handover skenovacích metod a IAPP protokol pro výměnu dat mezi 
AP potřebné pro handover viz Obr. 21. Je zde implantováno pět odlišných 
skenovacích metod a to Passive, Active, Fast passive, Fast active a Neighbor, 
jejichž mechanismy souhlasí s popisem v teoretické části. Podrobnosti ke 
skenovací metodě Neighbor budou uvedeny v kapitole 5.3.5. 
 
Obr. 21 Uzlový (node) model 
 Povolení skenování (handoveru) a volba jeho možností je u tohoto modelu 
nově přidána v položce Edit Attributes -> Wireless LAN -> Wireless LAN 
Parameters -> Extended Parameters -> Scanning Parameters, viz Obr. 22. 
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Obr. 22 Skenovací parametry 
Význam jednotlivých položek skenovacích parametrů: 
 Scanning Functionality – povoluje skenování (handover) 
 Scanning Mode – výběr ze skenovacích možností 
 Acces Pointy Density – hustota množství AP 
 Probe Delay – zpoždění Probe request před odeslání na jednotlivé kanály 
 Min Channel Time – minimální čekací čas na kanále na Probe response 
(pro aktivní metody) 
 Max Channel Time – maximální čekací čas na kanále na Probe response 
(pro aktivní metody) 
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 Passive Timeout – čas čekající na Beacon rámec (pro pasivní metodu) 
 Forward packets to new AP – přeposílání paketů k novému AP po 
distribuční síti během procesů handoveru  
5.2.1 Scénář simulace 
Pro testování modelu byl využit scénář (Obr. 23) simulace, který byl 
součástí modelu, pouze byl přidán další AP. Scénář obsahuje mobilní stanici 
Voice_client_101, tři Access pointy AP1, AP2, AP3, Switch (přepínač), Router 
(směrovač) a Voice Source_201 jako pevná pracovní stanice.  
 
Obr. 23 Scénář pro testování handoveru WLAN handover modelu 
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5.2.2 Nastavení scénáře simulace 
Mezi mobilní a pevnou stanicí byl nadefinován stejný Voice provoz jako ve 
scénáři pro základní modely v kapitole  5.1.2. 
IP adresy switche a routeru byly nastaveny na automatické přidělovaní a 
adresy AP, mobilní a pevné stanice byly přiděleny v rámci sítě 132.187.106.1 
s maskou sítě typu B. Adresy zařízení v síti byly voleny shodné s MAC (popřípadě 
s BSS ID) adresou. Například AP1 má BSS ID a MAC adresu rovnou 12, tudíž 
jeho IP je 132.187.106.12. Přehled IP je uveden v Tab. 1. 
Tab. 1 Nastavení IP a MAC adres, BSS ID a kanálů jednotlivých zařízení 
Zařízení IP MAC BSS ID Kanál 
AP1 132.187.106.12 12 12 1 
AP2 132.187.106.13 13 13 6 
AP3 132.187.106.14 14 14 11 
Voice_client_101 132.187.106.101 101 12 1 
Voice_source_201 132.187.106.201 201 x x 
 
 
Přehled nastavení wireless LAN parametrů je obsaženo v Tab. 2. Parametr 
Access Point Density, určuje hodnoty vyhodnocující se při rozhodnutí o handover. 
Na rozdíl od základního modelu, kde se přepnutí uskuteční při překročení určité 
hranice SNR (Cell Search), zde se navíc vyhodnocuje rozdíl SNR (Delta SNR). 
Tyto hodnoty se nastavují ve třech úrovních pomocí parametru Access Point 
Density (viz Tab. 3).  
Tab. 2 Wireless parametry 
Wireless LAN Parametery Hodnota 
Physical Characteristics IEEE 802.11g 
Channel Settings  1, 6, 11 
Transmit Power (W)  0,002 
Data Rate  54Mbps 
ESS ID  12 
BSS ID  12,13,14 
Beacon Interval (sec)  0,05 
Scanning Mode  Passive,Fast Passive, 
  Active, Fast Active 
  Neighbor 
Access Point Density Low, Medium, High 
MinChannelTime 10ms 
MaxChannelTime 15ms 
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Tab. 3 Mezní hodnoty 
Treschold 
AP Density 
Low Medium High 
Cell Search [dB] 10 23 30 
Delta SNR [dB] 6 7 8 
 
5.2.3 Zhodnocení simulace původních skenovacích metod 
Pět různých handover metod je vyhodnocováno na základě přijatých paketů  
mobilní stanicí a celkové době handoveru. Mobilní stanice se pohybuje po 
definované trase a v čase 57 s zahájí handover. Je patrné z následujících grafů, 
že metody Pasivní a Rychlá Pasivní mají větší výpadky přenosu, které mohou 
způsobit problémy se spojením u VoIP služeb. Metody Aktivní a Rychlá Aktivní 
mají přerušení podstatně menší. Nejlepší výsledky vychází u metody Neighbor, 
která eliminuje dobu handoveru na minimum a je tedy vhodná pro využití VoIP. 
Příchozí UDP provoz mobilní STA - pasivní skenování
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Obr. 24 Příchozí UDP provoz mobilní STA - pasivní skenování 
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Příchozí UDP provoz mobilní STA - rychlé pasivní skenování
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Obr. 25 Příchozí UDP provoz mobilní STA – rychlé pasivní skenování 
Příchozí UDP provoz mobilní STA - aktivní skenování
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Obr. 26 Příchozí UDP provoz mobilní STA – aktivní skenování 
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Příchozí UDP provoz mobilní STA - rychlé aktivní skenování
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Obr. 27 Příchozí UDP provoz mobilní STA – rychlé aktivní skenování 
Příchozí UDP provoz mobilní STA - Neighbor skenování
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Obr. 28 Příchozí UDP provoz mobilní STA – Neighbor skenování 
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Skenovací metoda Neighbor má jednu nepříjemnou vlastnost a to, že 
celková doba handoveru je závislá na počtu stanic v BSS. Je to důsledkem toho, 
že seznam sousedních AP je pro všechny AP stejný. Díky tomu se může stát, že 
AP předává informace o sousedních AP, které ve skutečnosti nejsou v jeho 
blízkosti dostupné. Důsledek toho je, že se stanice může úspěšně připojit až na 
poslední záznam v seznamu, čímž se prodlužuje doba handoveru. Mezní závislost 
zobrazuje Obr. 29. Tuto nepříjemnou vlastnost se snaží eliminovat nově navržená 
metoda s průběžným prohledáváním, o které bude pojednána v 5.4. 
Závislost trvání handoveru na počtu sousedních AP - metoda Neighbor
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Obr. 29 Závislost trvání handoveru na počtu sousednich AP v seznamu 
5.3 PROCESNÍ MODEL WLAN_MAC_STA 
Tento procesní model zajišťuje funkce spojené s přístupem k bezdrátové síti 
na druhé vrstvě (linkové) a je zobrazen na Obr. 30. Využívá metodu 
mnohonásobného přístupu ke sdílenému médiu CSMA/CA. V některých 
odborných textech je tato metoda označována jako DCF, stejně jako v modelech 
Opnetu. Je to základní metoda založená na principu detekce nosné a předcházení 
kolizím, na rozdíl od CSMA/CD, která kolize detekuje. Nemožnost použití 
CSMA/CD je zapříčiněna tím, že tato metoda potřebuje plně duplexní kanál, to 
bezdrátové sítě nabízející jen polo duplexní nemohou poskytnout. 
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Protože v procesním modelu MAC vrstvy je především začleněn 
mechanizmus handoveru a všechny jeho skenovací metody, tak zde bude tato 
vrstva podrobněji rozebrána. Veškerá následující práce se bude týkat této vrstvy. 
 
Obr. 30 Procesní model wlan_mac_sta 
Zdrojové soubory definující MAC vrstvu je jednotný pro AP i pro stanice. 
Pro rozlišení zda se jedná o AP, nebo stanici slouží položka v Edite atributes -> 
Wireless LAN Parameters -> AP functionality, která nastavuje příznak ap_flag a 
podle něho se rozlišují části kódů patřící pro AP nebo pro stanici. Tento systém je 
výhodný vzhledem k tomu, že většina funkcí je stejná pro stanici i AP. 
5.3.1 Stavy procesního modelu 
INIT 
INIT je základní inicializační stav, ve kterém jsou načteny všechny atributy, volají 
se funkce pro vytvoření souboru pro zápis logování a vykonávají se další funkce 
související s registrací modelu stanice/AP. 
 
BSS_INIT 
V BSS_INIT se alokují proměnné a předávají se ostatní parametry AP pomocí 
příznaků, testuje se zda je povoleno PCF, unikátnost BSS (v ESS nesmí být dvě 
AP se stejným BSS), kontroluje se použití stejné fyzické charakteristiky (Direct 
Sequence, OFDM, Extended Rate PHY). Také se zde naplňuje seznam obsahující 
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sousední AP v BSS pro skenovací metodu Neighbor. Tento seznam, uložený 
v jednotlivých AP, je po celou dobu simulace neměnný a pro všechny AP stejný. 
Se seznamem pracuje jen stanice, která ho získává od jednotlivých AP. 
 
IDLE 
Stav IDLE slouží jako výchozí bod stavového automatu. Jsou zde provedeny 
podměty pro prvotní asociaci stanice k AP (po spuštění simulace). Do tohoto stavu 
byla implementována velká část potřebná k průběžnému prohledávání, která bude 
podrobněji rozebrána dále v 5.4. Dále se zde ve výstupním kódu kontroluje, zda je 
medium volné a podle toho se nastavují příznaky povolující vysílání.   
 
DEFER 
Pokud jsou připravena data pro vysílání a medium není volné, tak se přechází do 
stavu DEFER, který zajišťuje zamezení kolize při vysílání a vkládání 
mezirámcových mezer (IFS, InterFrame Space).  
 
BACKOFF 
Stav BACKOFF zajišťuje odklad vysílání do doby než je medium volné. Interval 
odkladu vysílání si každá stanice vybírá náhodně mezi nulou a velikosti tzv. okna 
sváru (CW, Conection Windows). Velikost CW se při každé kolizi zdvojnásobuje. 
Po vypršení CW se může stanice znovu pokusit o vysílání. Jedná se o použití 
přístupové metody k mediu CSMA/CA (Carrier Sense Multiple Access with 
Collision Avoidance) v rámci režimu DCF. 
 
TRANSMIT 
Pro přechod do tohoto stavu musí být splněny podmínky pro vysílání a volného 
media. Kontroluji se přístupové metody a jejich podmínky zda je možno vysílat. Po 
odvysílaní (ve výstupním kódu) je pomocí typů přerušení provedena kontrola, zda 
nebyl přijat paket během vysílání, jestliže ano, tak je označen za neplatný a ohlásí 
se kolize. 
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FRM_END 
Po odvysílání se vždy přechází do stavu FRM_END. Zde se rozhoduje podle typu 
posledního odvysílaného rámce (last_frametx_type) a podle typu očekávaného 
rámce (expected_frame_type) kam se bude následně postupovat ve stavovém 
automatu, tedy jaký bude následující stav.  
 IDLE – do stavu IDLE se přejde, jestliže stanice neočekává žádný rámec  
typu response ani ACK a nemá aktuálně připravená žádna data na 
vysílání. 
 WAIT_FOR_RESPONSE – do tohoto stavu se přesune stavový automat, 
jestliže očekává odpověď ACK, CTS (clear to send), nebo Probe Response 
(pokud byl odvysílán Probe Request) od protější strany.  
 DEFER  - do tohoto stavu se přepne, pokud stanice, nebo AP má aktulně 
data pro vysílání.  
V případě potřeby handoveru se zde vybírá kanál ze seznamů sousedních AP na, 
který se bude vysílat Probe request a na Probe Response se bude čekat ve stavu 
WAIT_FOR_RESPONSE. Zároveň se záznam o tomto AP vymaže, aby v případě 
nepřijetí Probe response se vybral následující záznam o AP ze seznamu a proces 
se opakoval. To platí pro handover metody se znalostí sousedních AP, pro ostatní 
metody se zde volí první kanál a v případě neobdržení Probe response se 
inkrementuje tento kanál ve stavu WAIT_FOR_RESPONSE po vypršení časovače 
SCAN_TIMEOUT.  
 
WAIT_FOR_RESPONSE 
Jak již bylo napsáno výše, v tomto stavu se čeká na odpověď od protější stanice. 
S handoverem související je Probe response. Na odpověď se čeká do vypršení 
časovače SCAN_TIMEOUT a jestliže nepřijde, tak se stanice přepne na další 
kanál, který se volí podle skenovací metody. V případě pasivní a aktivní se kanály 
inkrementují až do čísla kanálu 11, v případě rychlé pasivní a rychlé aktivní 
metody se přičítá k původnímu kanálů číslo 5 (1, 6, 11). Pro Neighbor se odmaže 
nedostupná stanice ze seznamu a přepne se na následující v seznamu.  
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5.3.2 Zprávy podílející se na handoveru 
Pro handover jsou nejdůležitější 4 zprávy a to Probe request (prohledávací 
výzva), Probe response (prohledávací odpověď), Reassociation request (výzva 
k reasociaci) a Reassociation response (reasociační odpověď). Při handoveru je 
sled jejich vysílání (příjmání) v uvedeném pořadí. Zde bude uveden obsah 
jednotlivých zpráv, tzv. jejich tělo (body). Definice těchto zpráv se nachází 
v hlavičkovém souboru info3_wlan_support.h uloženém v podadresáři 
models/std/include/ v instalačním adresáři OM. 
 
5.3.2.1 Probe request 
Jedná se o prohledávací výzvu, kterou stanice vyšle, když potřebuje zjistit, 
zda je na daném kanále dostupné AP. Tato zpráva ještě nepřenáší žádné 
informace, kromě zdrojové MAC adresy, kterou použije AP jako cílovou pro 
odpovědní zprávu Probe response. 
 
5.3.2.2 Probe request 
Tato zpráva slouží jako odpověď na předchozí výzvu Probe response. Ve 
svém těle již obsahuje důležité informace jako je aktuální čas vysílání Beacon 
rámce, interval mezi vysíláním Beacon rámců, MAC adresu AP, ESSID sítě, kanál 
na kterém AP pracuje a CF parametry. 
1. /* Probe Response body structure */   
2. typedef struct   
3.     {   
4.     double  timestamp;  /* Actual tx time of the beacon frames in seconds
  */   
5.     double  beacon_intv; /* Time interval between target beacon transmit 
times */   
6.     int     apssid; /* MAC address of the AP      */   
7.     int     essid;      /* ESSID of the Network   */   
8.     int     apchannel;  /* The channel, the AP is using   */   
9.     WlanT_CF_Parameters cf_par;   
10.    } WlanT_Probe_Response_Body_Fields;   
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5.3.2.3 Reassociation request 
Tato zpráva se už posílá na konkrétní AP, na které se chce stanice přepnout. 
Obsahuje adresu AP, ke kterému je současně stanice asociována a adresu AP, ke 
kterému se chce asociovat. 
1. /* Reassociation Request body structure */   
2. typedef struct   
3.     {   
4.     int current_ap_address; /* address of the ap currently associated 
with */   
5.     int apssid; /* MAC address of the AP  */   
6.     } WlanT_Reassociation_Request_Body_Fields;   
 
5.3.2.4 Reassociation response 
Slouží jako odpověď na předchozí Reassociation request a předává parametry 
pomocí status kódu, pokud byla reasociace úspěšná. 
1. /* Reassociation Response body structure */   
2. typedef struct   
3.     {   
4.     int status_code;    /* Status code, if association has succeeded */   
5.     } WlanT_Reassociation_Response_Body_Fields;  
 
5.3.3 Sledování handover parametrů – logování 
Pro sledování hodnot související s handoverem, tedy těch, které jsou 
ve WLAN handover modelu navíc oproti originálnímu modelu z knihovny OM (ze 
kterého tento vychází), je potřeba uvést cestu místa pro uložení logovacích 
souborů (.txt) a povolit logiging viz Obr. 31. Bez povolení logování nejsou hodnoty 
zapisovány ani do lokálních statistik přímo v OM. Parametry from (OP_Sim_Time) 
a to (OP_Sim_Time) nastavují časy začátek a konec, kdy se má zápis do souborů 
provádět. Tyto mezní hodnoty je třeba nastavovat s rozmyslem, neboť pro dlouhé 
intervaly množství dat velmi roste a tím se zpomaluje celá simulace.  
Logování dále umožňuje zápis do společného log souboru, pro všechny 
stanice a AP, zapisovat libovolné hlášky, které následně usnadní orientaci 
v procesním modelu během simulace a odlaďování nových částí. Například se 
zapisují přechody do nových stavů pomocí následujících dvou příkazů. 
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1. sprintf(diag,"%s IDLE IN (%f)\n",sta_id,op_sim_time());    
2. file_log(diag); 
Diag slouží jako buffer textu, který následně pomocí funkce file_log() zapsán do 
společné logovacího souboru s názvem logfile.txt. V zapsaném souboru to může 
vypadat např. následovně: 
 sta (101): IDLE IN (57,001830). 
Analogicky jsou implementovány výpisy pro jednotlivé stavy celého 
automatu, dále pro chybové hlášení, nebo pro výpis dílčích parametrů důležitých 
pro chod modelu, jako je například zpráva o asociaci k AP. Převážná většina 
použitých funkcí přispěje svým zápisem o události do tohoto souboru.  
 
Obr. 31 Nastaveni logování pro sledování handover parametrů 
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5.3.4 Obsluha přerušení 
V procením modelu MAC vrstvy je implementována funkce, která obsluhuje 
všechny přerušení. Uložena je jako většina funkcí ve funkčním bloku (FB). Volá se 
pomocí wlan_interrupts_process() ve výstupním kódu (Exit Execs), každého 
nevynuceného stavu, kromě INIT a BSS_INIT. Hned na začátku funkce se 
převezmou parametry přerušení a to jeho typ a kód pomocí funkcí op_intrpt_type() 
a op_intrpt_code(). Podle nich se následně větví celá funkce a provádějí se dílčí 
úkony. Základní rozdělení obsluhující funkce je podle typu přerušení a to na tři 
druhy. 
 
Stream přerušení (OPC_INTRPT_STRM).  
Zde se obsluhují příchozí a odchozí toky podle jejich indexu. Obsluha 
spočívá především ve vyvolání příslušné obsluhující funkce. Základní z nich jsou: 
wlan_higher_layer_data_arrival(); //Funkce obsluhující příchozí data 
z výší vrstvy. 
wlan_lower_layer_data_arrival(); //Funkce obsluhující příchozí data 
z nižší vrstvy. 
wlan_apme_layer_data_arrival(); //Funkce obsluhující příchozí data 
z apme vrstvy. 
wlan_iapp_layer_data_arrival(); //Funkce obsluhující příchozí data 
z iapp vrstvy. 
 
Statické přerušení (OPC_INTRPT_STAT) 
Zde se obsluhují statické přerušení od přijímače. Vyhodnocuje se SNR 
přijatého paketu vyčítáním z lokální statistiky. Jestliže je nastaven příznak pro 
vyhledávání AP (cell_search) a SNR hodnota je vyšší než uložená z předchozího 
měření, tak se nastaví příznak scanbest a uloží nová nejlepší hodnota. 
 
Vlastní přerušení (OPC_INTRPT_SELF) 
V této části se obsluha dělí podle kódu přerušení pomocí switch a case. 
Jednotlivé kódy jsou definované v HB. Pomocí vlastního přerušení lze například 
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vytvořit časovače pro obsluhu pravidelného vysílání Beacon rámce. Kód vypadá 
následovně (další dělení case je vynecháno): 
1. switch(intrpt_code)   
2.     {   
3.     case WlanM_Beacon_Tx_Time:   
4.         sprintf(diag,"%s Self interpt: Beacon interrupt (%f)\n",sta_id, 
op_sim_time());         
5.         file_log(diag);   
6.         wlan_flags->tx_beacon = OPC_TRUE;   
7.         /* Set timer for next beacon Tx.*/   
8.         beacon_evh = op_intrpt_schedule_self (current_time + 
beacon_interval, WlanM_Beacon_Tx_Time);                   
9.         sprintf(diag,"%s Schedule Beacon: (%f)! (%f)\n",sta_id, 
current_time + beacon_interval,current_time);   
10.        file_log(diag);   
11.    break;   
12.    } 
 
5.3.5 Skenovací metody 
Jak již bylo naznačeno v teoretické části, je pro efektivitu handoverů 
nejdůležitější rychlost vyhledání nového AP, tvoří až 90% celkové doby potřebné 
pro handover. V tomto modelu je implementováno sedm vyhledávacích metod, pět 
původních a dvě nové.  Metody Pasivní (Passive), Aktivní (Actice), Rychlá pasivní 
(Fast Passive) a Rychlá aktivní (Fast Active) byli popsány v 3.1.1.. Zde bude už 
jen upřesněna metoda Neighbor, ze které se částečně vychází u nových 
scenovacích metod. 
5.3.5.1 Neighbor 
Tato skenovací metoda je založena na znalosti adresy a kanálu, na kterém 
pracují sousední AP. Informace o sousedních AP jsou uloženy ve struktuře 
WlanT_Neighbor_List_Elem a jak je vidět níže, tak obsahuje pouze identifikátor 
BSS a kanál na, kterém AP pracuje:  
1. typedef struct WlanT_Neighbor_List_Elem   
2.     {   
3.     int ap_bss_id;          /* APs BSS ID   */   
4.     int ap_channel;         /* APs channel  */   
5.     } WlanT_Neighbor_List_Elem;   
Seznamy sousedních AP jsou pro všechny AP v BSS totožné a jejich 
naplnění probíhá v rámci stavu BSS_INIT a je po celou dobu simulace neměnný. 
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Tento seznam je obsažen ve všech Beacon a Probe response rámcích. Tím je 
zajištěno předání seznamu AP stanici. Stanice tedy v okamžiku potřeby 
handoveru vybere ze seznamu první AP a pošle na něho Probe request. Pokud 
neobdrží odpověď Probe response, odmaže si AP ze seznamu a vyšle znovu 
Probe request na následující AP v seznamu. Jestli, že nepřijme žádnou odpověď, 
a nebo SNR odpovědí neodpovídají požadované mezní hodnotě, tak se stanice 
přepne do režimu aktivního skenování. 
 Nevýhodou toho typu skenování je, že všechny AP mají stejný seznam 
sousedních AP. Tedy pokud bude BSS s větším počtem AP na větším prostoru, 
tak můžou nastat situace, kdy se bude snažit stanice poslat Probe request na AP, 
které není v dosahu a tím se prodlužuje doba skenování, protože musí výzvu 
opakovat na dalším AP v seznamu. Z těchto důvodu vznikla myšlenka nového 
typu skenování s průběžnou znalostí okolí.  
5.4 IMPLEMENTACE NOVÝCH SKENOVACÍCH METOD 
Implementace nových prohledávacích metod je poměrně složitá z hlediska 
rozmístění jednotlivých úprav v rámci procesního modelu, proto bude snahou 
popsat jednotlivé úpravy v konkrétních místech modelu (FB,HB, vstupní/výstupní 
kódy stavů, stavové proměnné, atributy). Vždy zde budou uvedeny jen části kódu, 
které byly dopsány nebo upraveny. 
5.4.1 Průběţné skenování s předáváním zatíţení AP 
Hlavním cílem nové skenovací metody s průběžným skenováním je 
eliminovat vliv počtu AP v BSS na celkovou dobu handoveru. Jak již bylo napsáno 
dříve, touto nectností trpí vyhledávací metoda Neighbor viz kapitola 5.1.6. Dále 
zajistit aby stanice si udržovala stále aktuální informace o svých okolních AP.  
 Základní myšlenka spočívá v tom, že stanice si během běžného provozu 
prohledává okolí a ukládá informace o sousedních AP do svého seznamu. 
Z tohoto seznamu v případě potřeby handoveru, vybere stanici s nejlepším SNR a 
zahájí s ní procesy handoveru. Informace o okolních AP získává stanice z Beacon 
rámců. Dalším vylepšením této metody je zavedení předávání informace o 
zatížení AP. Tato informace se předává v Beacon rámcích (5.4.1.5 a 5.4.1.6) a 
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stanice může při výběru AP ze seznamu tyto hodnoty zohlednit v případě, že je 
v seznamu druhé AP s hodnotou SNR splňující podmínku rozdílu SNR 1. a 2. AP.  
Tedy zohlednění zatížení AP se provede pro dvě blízká AP. O výběru AP a 
zohledňování bude více napsáno v kapitole 5.4.1.9 Princip handoveru s využitím 
této skenovací metody je naznačen na Obr. 32. 
Základní část mechanismu průběžného prohledávání je implementována do 
stavu IDLE stavového automatu a princip je naznačen na Obr. 33. Do toho stavu 
se stanice dostane, když nemá žádná data pro vysílání a ani žádná neočekává 
(ACK…). Byl navržen mechanizmus pomocí dvou časovačů, který ve stavu IDLE 
přepne na jiný kanál (poznamená si původní kanál do proměnné buffer_channel), 
počká zde určitou dobu, zda nepřijde Beacon rámec a poté se přepne zpět na 
původní obsluhující kanál. Před přepnutím zpět si poznamená poslední 
prohledávaný kanál do proměnné last_searching_channel, pomocí něhož 
v následujícím cyklu odvodí další kanál pro prohledání. V případě přijetí Beaconu 
se časovač obsluhující prohledání kanálu ruší, čímž se zkrátí doba prohledávání. 
Z přijatého Beaconu si stanice zaznamená informace, které obsahuje, do 
seznamu sousedních AP (sousedni_ap[12]). Mezery mezi prohledáváním kanálů 
se stanovují odvozením od času posledního přijatého Beacon rámce na daném 
kanále s přičtením 500ms. Časy posledního příjmu Beaconu pro určitý kanál se 
zaznamenávají do pole double time_last_beacon_rcvd[12]. Doba 500ms zde 
slouží jako ochranná z důvodu, velmi častého přechodu do stavu IDLE a tedy aby 
stanice neprohledávala příliš často, čímž by se snížila propustnost. Více o 
časovačích bude napsáno v kapitole 5.4.1.2. 
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Obr. 32 Handover s vyuţitím průběţného prohledávání. 
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Obr. 33 Základní princip průběţného prohledávání v IDLE stavu 
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5.4.1.1 Vytvoření nových atributů 
Pro nové skenovací metody byl rozšířen atribut pro volbu skenovací metody 
o dvě nové položky a to prubezne s hodnotou 5 a prubezne rychle s hodnotou 6 
pomocí položky Interfaces - Model Attributes - Edit Properties. Podle těchto 
hodnot se ve zdrojových kódech volí jednotlivé vyhledávací metody a všechny 
funkce jim patřící. 
 
Obr. 34 Rozšíření atributu modelu Scanning mode 
Dále byly vytvořeny tři nové položky atributů ve stejném seznamu atributů 
Scanning Parameters, jako v předchozím případě. První je Start time 
prohledavani, pomocí které se předává čas začátku průběžného prohledávání v 
sekundách.  Druhá je Max channel time prohledavani a ta určuje maximální dobu 
prohledávání jednotlivých kanálů a udává se v milisekundách. Poslední přidaný 
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atribut je Rozdil SNR pro zvyhodneni zatizeni AP pomocí kterého se volí rozmezí 
hodnot dvou nejlepších AP v seznamu sousedních AP, mezi kterými se následně 
vybere ten, který má menší aktuální zatížení. Rozdíl SNR se zadává v dB a 
hodnota 0 znamená, že zvýhodnění nebude provedeno. Praktické využití má 
hodnota cca 3 dB, která zaručuje, že výběr se bude uskutečňovat mezi navzájem 
blízkými AP. 
 
Obr. 35 Přidání atributů Start time prohledavani a Max channel time prohledavani 
Pro nové atributy byly vytvořeny stavové proměnné typu double 
start_time_prohledavani, max_channel_time_prohledavani a delta_snr_load. Do 
těchto proměnných se hodnoty předají v rámci inicializace, která vyvolává funkci 
wlan_mac_sv_init() v niž je obsažená část následující kódu pomocí kterého se 
předávají parametry do proměnných. Ukázáno je předání jen některých parametrů 
v rámci demonstrace funkce. 
 
1. /* Extract SCanning Parameters*/   
2. op_ima_obj_attr_get (params_attr_objid,"Scanning Parameters", 
&scan_params_comp_attr_objid);   
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3. subscan_params_attr_objid = op_topo_child (scan_params_comp_attr_objid, 
OPC_OBJTYPE_GENERIC, 0);   
4. op_ima_obj_attr_get (subscan_params_attr_objid,"Scanning Functionality", 
&sc_flag);    
5. op_ima_obj_attr_get (subscan_params_attr_objid,"Scanning Mode", &sc_mode)
;    
6. :   
7. op_ima_obj_attr_get (subscan_params_attr_objid,"start time prohledavani",
 &start_time_prohledavani);   
8. op_ima_obj_attr_get (subscan_params_attr_objid,"Max channel time 
prohledavani", &max_channel_time_prohledavani);   
9. op_ima_obj_attr_get (subscan_params_attr_objid,"Rozdil SNR pro zvyhodneni
 zatizeni AP", &delta_snr_load);  
 
5.4.1.2 Časovače a obsluha přerušení 
Pro potřebu průběžného vyhledávání byly definovány dva nové časovače. 
První casovac_mezer_prohledavani se stará o časy mezi přepínáním na jednotlivé 
prohledávané kanály. Druhý s názvem max_channel_searching_time_intr 
obstarává čas strávený prohledáváním určitého kanálu. Časovače se v OM tvoří 
pomocí vlastních přerušení (OPC_INTRPT_SELF). Vlastnímu přerušení se 
předává parametr času, kdy má dojít k vyvolání přerušení. Pomocí funkce 
wlan_interrupts_process(), která se vyvolává při každém přerušení, jak bylo 
popsáno v  5.3.4, se vykoná obslužná část přerušení. Každý časovač má svoji 
stavovou proměnou typu Evhandle, nebo-li řízení události. Tato proměnná se 
přiřadí k časovači při jeho startu a následně s její pomocí lze např. sledovat 
časovač, jestli stále běží, nebo jej zrušit. Příklad nastartování a zrušení časovače.: 
1. /*nastartování časovače max_channel_searchin_time_intr s časem 
channel_timer_searching */   
2. searching_channel_timeout_evh = op_intrpt_schedule_self 
(channel_timer_searching, max_channel_searchin_time_intr);   
3.    
4. /*zrušení časovače pomocí proměnné typu Evhandle */   
5. op_ev_cancel(searching_channel_timeout_evh);  
 
casovac_mezer_prohledavani 
Obsluha přerušení, vyvolaném po vypršení tohoto časovače, zajišťuje 
intervaly mezi prohledáváním jednotlivých kanálu. Nejprve se povoluje vstoupení 
do části (ve vstupním kódu IDLE), která provádí přepnutí na prohledávaný kanál a 
kde se spustí kanálový časovač max_channel_searching_time_intr. Dále zajišťuje 
odvození času, kdy se má prohledání provést, podle záznamu času předchozího 
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přijatého Beaconu na daném kanálu (time_last_beacon_rcvd[channel]). Tím se 
zmenší doba potřebná k prohledání kanálu na minimum, protože stanice v jaký 
okamžik přijde na daném kanále Beacon rámec. Nastavení s odvozením se 
provede v případě, že záznam času posledního příjmu není starší než čas 
prohledávání daného kanálu v posledním cyklu. V případě, že tato podmínka není 
splněna, tak se čas odvozuje od aktuálního času. Výsledkem je, že stanice 
v prvním kole prohledávání nastavuje intervaly bez odvození, to má za následek 
delší doby přerušení pro prohledání kanálu. V následujícím kole má již naplněné 
pole hodnotami posledních časů příjmu a může tedy využít predikčního odvození 
času následujícího příjmu Beaconu. 
1. case casovac_mezer_prohledavani:   
2.     printf("%s nastaven casovac pro mezery, counter idle:(%i), (%f)\n", 
sta_id,counter_idle,current_time);          
3.     pruzkum_casovac = OPC_TRUE;     //povolení-
 pro vyvolani kanaloveho casovace (IDLE enter execs)   
4.     current_time = op_sim_time();   
5.     if (searching_type == 2)    //pro rychle prohledavani   
6.         {              
7.         /*zjisteni jestli byl prijat beacon pri posledni prohledani daneh
o kanalu*/   
8.         if ((time_last_beacon_rcvd[next_searching_channel]) > 
(op_sim_time() - (3*0.50)))   
9.             {   
10.            period_searching_channel_timeout_evh = 
op_intrpt_schedule_self 
(time_last_beacon_rcvd[next_searching_channel] + (0.5*4) - 
0.003,casovac_mezer_prohledavani); 
//opetovne vyvolani po 500ms  
11.            printf("%s nastavenuji casovac podle posledniho prijmu beacon
u na hodnotu: %f (%f)\n", sta_id, 
time_last_beacon_rcvd[next_searching_channel] + (0.5*4) -
 0.003, current_time);   
12.            }   
13.            /* kdyz nebyl pri poslednim prohledavani daneho kanalu prijat
 beacon*/   
14.        else           
15.            {   
16.            period_searching_channel_timeout_evh = 
op_intrpt_schedule_self(current_time + 0.5, 
casovac_mezer_prohledavani);  //opetovne vyvolani po 500ms   
17.            printf("%s nastavenuji casovac soucasneho casu (NEPROSEL) na 
hodnotu: %f (%f)\n",sta_id, current_time + 0.5, current_time
);   
18.            }   
19.        }   
20.    if (searching_type == 1)    //pro prohledavani vsech kanalu    
21.        {              
22.        /*zjisteni jestli byl prijat beacon pri posledni prohledani 
daneho kanalu*/   
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23.        if ((time_last_beacon_rcvd[next_searching_channel]) > 
(op_sim_time() - (11*0.50)))   
24.            {   
25.            period_searching_channel_timeout_evh = 
op_intrpt_schedule_self 
(time_last_beacon_rcvd[next_searching_channel] + (0.5*12) - 
0.003, casovac_mezer_prohledavani); 
//opetovne vyvolani po 500ms       
26.            printf("%s nastavenuji casovac podle posledniho prijmu beacon
u na hodnotu: %f (%f)\n", sta_id, 
time_last_beacon_rcvd[next_searching_channel] + (0.5*12) -
0.003, current_time);   
27.            }   
28.       /* kdyz nebyl pri poslednim prohledavani daneho kanalu prijat 
beacon*/   
29.        else           
30.            {   
31.            period_searching_channel_timeout_evh = 
op_intrpt_schedule_self(current_time + 0.5, 
casovac_mezer_prohledavani); //opetovne vyvolani po 500ms   
32.            printf("%s nastavenuji casovac soucasneho casu (NEPROSEL) na 
hodnotu: %f (%f)\n",sta_id, current_time + 0.5, 
current_time);   
33.            }   
34.        }   
35.    break;   
 
max_channel_searching_time_intr 
Obsluha přerušení tohoto časovače se provede, pokud nebyl v čase 
max_channel_time_prohledavani přijat na prohledávaném kanále rámec Beacon. 
Stará se o přepnutí na původní kanál a uložení čísla kanálu právě prohledaného. 
Pokud byl přijat, tak se tento časovač ruší a stejný kód se provede ve výstupní 
části IDLE.  
1. case max_channel_searching_time_intr:   
2.     /* ulozeni kanalu ktery byl prave prohledan */   
3.     last_searching_channel = channel;   
4.     /*zapsani do logu*/            
5.     sprintf(diag,"%s Ukonceno prohledavani vyprseni ÄŤasovaÄŤe (nebyl pri
jat beacon) na kanale: %i - (%f)\n", sta_id, channel, 
op_sim_time()); 
6.     file_log(diag);   
7.     /*vraceni se zpatky na puvodni kanal*/             
8.     channel = buffer_channel;          
9.     wlan_set_transceiver_channel (channel);   
10.    /*nastaveni, ze bylo ukonceno prohledavani na kanale*/             
11.    pruzkum = OPC_FALSE;       
12.    /*vraceni příznaků (které by mohli ovlivnit prohledavani) na původni 
hodnoty*/   
13.    sc_flag = OPC_TRUE;   
14.    wlan_flags->transceiver_busy = OPC_FALSE;   
15.    break;   
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5.4.1.3 IDLE: vstupní kód 
Ve vstupním kódu stavu IDLE celý proces prohledávání začíná. 
Zjednodušený princip průběžného prohledávání byl naznačen na Obr. 33. Jako 
první je zde prvotně nastartován časovač casovac_mezer_prohledavani sloužící 
pro řízení spouštění prohledávání. V jeho obsluze se povoluje prohledávání 
(přepnutí na jiný kanál) pomocí příznaku pruzkum_casovac = OPC_TRUE. Po 
prvním spuštění tohoto časovače se jeho čas dalšího vyvolání určuje v jeho 
obsluze podle toho, jestli existuje záznam přijetí Beaconu na daném kanále nebo 
ne. Základní perioda, ale zůstává stejná 500ms tj. 10x interval vysílání Beacon 
rámců. Více o obsluze tohoto časovače bylo uvedeno v 5.4.1.2.  
V obsluze prohledávaní (od komentáře /*Pruzkum*/ dále) se nejprve uloží 
aktuální kanál do buffer_channel, pomocí této pomocné proměnné se po vykonání 
prohledání vrací na původní kanál. Dále se nastaví pruzkum = OPC_TRUE, tento 
příznak je uveden makru pro přechodové podmínky ze stavu IDLE, tedy po jeho 
nastavení se stavový automat nemůže posunout z toho stavu. Příznak se ruší až 
po vypršení kanálového časovače, nebo v případě přijetí Beaconu v ve výstupním 
kódu stavu IDLE. Dále se zde nastavuje searching_type podle typu skenovací 
metody sc_mode a následně se podle searching_type volí metoda určení kanálu, 
který má být prozkoumán a zároveň i následující kanál next_searching_channel, 
podle kterého se nastavuje odvození dalšího přerušení časovače v jeho obsluze. 
Po výběru kanálů už následuje přepnutí, potřebné zápisy do logovacího souboru a 
nastartování kanálového časovače s maximálním časem.  
1. /*prvotni nastartovani casovace casovac_mezer_prohledavani */   
2. if((sc_flag == OPC_TRUE) && ((sc_mode == 5) || (sc_mode == 6)) && 
(op_sim_time() > (start_time_prohledavani - 0.009)) && 
(op_ev_valid(period_searching_channel_timeout_evh) == OPC_FALSE) && 
(op_ev_pending(period_searching_channel_timeout_evh)== OPC_FALSE)) 
3.     {   
4.     current_time = op_sim_time();   
5.     period_searching_channel_timeout_evh = op_intrpt_schedule_self (curre
nt_time, casovac_mezer_prohledavani);         
6.     }   
7.    
8. /* pruzkum*/                                               
9. /*podminky ze uz je udalost hotova, pak pusti dale */   
10. if((sc_flag == OPC_TRUE) && ((sc_mode == 5) || (sc_mode == 6)) && (op_ev_
valid(searching_channel_timeout_evh) == OPC_FALSE) && (op_ev_pending(se
arching_channel_timeout_evh) == OPC_FALSE) && (op_sim_time() > 
(start_time_prohledavani - 0.009)) && 
(pruzkum_casovac == OPC_TRUE))     
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11.    {   
12.    /* zamceni moznosti vysilani*/     
13.    wlan_flags->transceiver_busy = OPC_TRUE;        
14.    /* vypnuti prohledavani,aby stanice nezacala falesne skenovani*/   
15.    sc_flag == OPC_FALSE;              
16.    /* zakazani pruzkumu dokud nevyprsi casovac pro dalsi umozneni */   
17.    pruzkum_casovac = OPC_FALSE;   
18.    /*ulozeni puvodniho kanalu pred prepnutim na jiny pri prohledavani*/  
19.    buffer_channel = channel;   
20.    /*nastevani priznaku ze je zapocato prohledavani*/   
21.    pruzkum = OPC_TRUE;   
22.    /* pocatecni nastaveni kanalu*/    
23.    if(last_searching_channel == 0)   
24.        {   
25.        channel = 1;   
26.        }   
27.    if(sc_mode == 5)            //prubezne vsechny   
28.        {   
29.        searching_type = 1;     // 1-vsechny, 2-rychly   
30.        }   
31.    else if(sc_mode == 6)       //prubezne rychle 1,6,11   
32.        {   
33.        searching_type = 2;     // 1-vsechny, 2-rychly   
34.        }   
35.       
36.    /* prohledavani vsech kanalu */   
37.    if((last_searching_channel < 11) && (searching_type == 1))          
38.        {   
39.        channel = last_searching_channel + 1;      
40.        /* nasledujici kanal, ktery bude prohledavan v dalsim kole*/   
41.        next_searching_channel = channel + 1;   
42.        }   
43.    /*pokud bylo dosazeno 11 kanalu, nastavi znovu od 1 */   
44.    else   
45.        {   
46.        channel = 1;   
47.        next_searching_channel = 2;   
48.        }   
49.       
50.    /* rychle prohledavani kanalu 1,6,11 */   
51.    /* pomoci switch a case a posledniho prohledavaneoho kanalu se voli 
nasledujici kanal */   
52.    if((last_searching_channel < 11) && (searching_type == 2))      
53.        {   
54.        switch(last_searching_channel)   
55.            {   
56.            case 1:   
57.                channel = last_searching_channel + 5;   
58.                next_searching_channel = 11;   
59.                break;   
60.            case 6:   
61.                channel = last_searching_channel + 5;   
62.                next_searching_channel = 1;   
63.            break;   
64.            }   
65.        }   
66.    else if((searching_type == 2))         
67.        {   
68.        channel = 1;   
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69.        next_searching_channel = 6;   
70.        }   
71.       
72.    /*prepnuti na prohledavany kanal*/     
73.    wlan_set_transceiver_channel (channel);   
74.    printf("%s Zapocato prohledavani na kanale: %i  (%f)\n",sta_id, 
channel, op_sim_time());   
75.    sprintf(diag,"%s Zapocato prohledavani na kanale: %i -
 (%f)\n", sta_id, channel, op_sim_time());    //zapsani do logu   
76.    file_log(diag);   
77.    /*zapsani aktualniho casu do pomocne*/   
78.    current_time = op_sim_time();   
79.    /*zapsani aktualniho casu do pomocne pro vypocet doby přerušeni 
prohledavani*/   
80.    channel_intr_duration_time = current_time;   
81.    /*maximalni doba po kterou bude prepnuto na jiny kanal a cekat na 
beacon. Casovac s timto casem se rusi, prijdeli beacon ramec*/   
82.    channel_timer_searching = current_time + 
max_channel_time_prohledavani;    
83.    /*vyvolani preruseni, s casem channel_timer_searching */   
84.    searching_channel_timeout_evh = op_intrpt_schedule_self 
(channel_timer_searching, max_channel_searchin_time_intr);      
85.    }   
 
5.4.1.4 IDLE: výstupní kód 
Ve výstupní části IDLE stavu se nejprve testuje příznak 
prijat_beacon_pruzkum, který se nastaví jeli přijat Beacon na právě prohledaném 
kanále. Jestliže je přijat, tak se tento příznak vynuluje. Poté se otestuje stav 
kanálového časovače, jestli je záznam platný a stále běží. Jestliže se podmínkou 
projde, tak se časovač zruší pomocí příkazu 
op_ev_cancel(searching_channel_timeout_evh). Následuje stejný kód, který by se 
vykonal v obsluze přerušení kanálového časovače v případě, že by Beacon přijat 
nebyl. Vypíše zpráva o rušení časovače a době, kterou byla stanice přepnuta na 
prohledávaný kanál. Uloží se číslo právě prohledaného kanálu a pomocí 
bufer_channel a wlan_set_transceiver_channel() se stanice přepne na původní 
kanál. Následně se už jenom vyruší příznak pruzkum = OPC_FALSE, čímž se 
umožní stavovému automatu opustit stav IDLE. 
1. if(prijat_beacon_pruzkum)   //testovani priznaku o prijeti beaconu pri pr
uzkumu   
2.     {   
3.     printf("%s  PRIJAT BEACON!!!(%f)\n",sta_id, op_sim_time());   
4.     prijat_beacon_pruzkum = OPC_FALSE;   
5.     if(((op_ev_valid (searching_channel_timeout_evh) == OPC_TRUE) && 
(op_ev_code(op_ev_current()) != 
op_ev_code(searching_channel_timeout_evh))))   
6.         {   
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7.         /*zruseni casovace  - nasleduje kod který by se vykonal v obsluze 
přerušeni */   
8.         op_ev_cancel(searching_channel_timeout_evh);           
9.         printf("%s  rusim casovac preruseni - doba preruseni:%f (%f)\n", 
sta_id, op_sim_time() -
channel_intr_duration_time,op_sim_time());   
10.        sprintf(diag,"%s Ukonceno prohledavani PRIJAT beacon na kanale: 
%i - (%f)\n",sta_id,channel,op_sim_time()); //zapsani do logu   
11.        file_log(diag);   
12.        last_searching_channel = channel;  //ulozeni prohledaneho kanalu  
13.        channel = buffer_channel;    //vraceni se zpatky na puvodni kanal 
14.        wlan_set_transceiver_channel (channel);   
15.        pruzkum = OPC_FALSE;    //nastaveni ze se ukoncilo prohledavani 
16.        sc_flag == OPC_TRUE;    /*zapnuti prohledavani, ktere bylo vypnut
o na zacatku prohledavani kanalu*/   
17.        wlan_flags-> transceiver_busy = OPC_FALSE; //odemceni vysilani   
18.        }   
19.    }   
 
5.4.1.5 Rozšíření Beacon rámce 
Beacon rámec bylo nutné rozšířit o položku, ve které se bude předávat 
aktuální zatížení AP, které může být následně použito při výběru nového AP. 
Struktura Becon rámce je definována v hlavičkovém souboru 
info3_wlan_support.h, který je uložen v instalační složce OM v podsložce 
obsahující hlavičkové soubory modelů models/std/include/. Dopsána byla položka 
apload datového typu double, původní položky byly zachovány.  
1. /* Beacon body structure.   */   
2. typedef struct   
3.     {   
4.     double  timestamp;  /* Actual tx time of the beacon frames in sekond 
*/   
5.     double  beacon_intv;  /* Time interval between target beacon 
transmit times */   
6.     int     apchannel;  /* The channel, the AP is using */   
7.     double  apload; /* dopsane zatizeni AP */   
8.     Boolean start_pcf;   
9.     WlanT_CF_Parameters cf_par;   
10.    Boolean non_erp_present;    /* "Non ERP Present" field of ERP 
informatik element specified in 802.11g standard.*/   
11.    } WlanT_Beacon_Body_Fields;   
 
5.4.1.6 Vyčtení statistiky zatíţení AP 
Pro vyčtení aktuální hodnoty libovolné statistiky slouží v Opnet modeleru 
funkce op_stat_local_read (). Tato funkce vyčítá statistiky pomocí propojení Static 
wire z okolních procesorů. Zde bylo potřeba vyčítat hodnoty statistiky do stejného 
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procesoru, kde jsou tvořeny. Přes všechny pokusy se nepovedlo vyčítání 
uskutečnit, proto byl napsán vlastní kód, který si hodnoty získá přímo ve funkčním 
bloku. Princip je poměrně jednoduchý. V místě, kde se zapisují data do lokálních 
statistik zatížení, se připisují ty samé data do stavové proměnné ap_load_SV a je 
poznamenaný čas prvního zápisu do first_update_stat. Poté jednoduše v místě, 
kde je potřeba hodnota zatížení (příprava Beacon rámce) se zjistí doba, po kterou 
se data střádaly a touto dobou se podělí celková hodnota dat. 
1. static void wlan_hlpk_enqueue (Packet* hld_pkptr, int dest_addr, int ac) 
  
2.     {   
3.     :   
4.     op_stat_write (bits_load_handle, data_size);    /*zapis do lokalni 
statistiky*/ 
5.     ap_load_SV = ap_load_SV + data_size;    /* stradani dat */      
6.     if (first_update_stat == 0)    /* podminka pro zapis 1. zapisu dat */ 
7.         {   
8.         first_update_stat = op_sim_time();  /* cas prvniho zapisu  */   
9.         }   
10.    }   
11.   
12. static void wlan_prepare_frame_to_send (int frame_type)   
13. {   
14. :   
15. else if (frame_type == WlanM_Beacon)   
16.    {   
17.    :   
18.    /* zapis do struktury beacon ramce*/   
19.    pk_bbstruct_ptr->timestamp  = op_sim_time();   
20.    pk_bbstruct_ptr->beacon_intv = beacon_interval;   
21.    pk_bbstruct_ptr->apchannel = channel;   
22.    /* vypocet doby stradani dat*/          
23.    first_update_stat = op_sim_time() - first_update_stat;         
24.    /* zapsani zatizeni do struktury beacon ramce */   
25.    pk_bbstruct_ptr->apload = (ap_load_SV / first_update_stat);   
26.    /* nulovani pomocnych promennych pro dalsi cyklus */    
27.    ap_load_SV = 0;                
28.    first_update_stat = 0;     
29.    :   
30.    }   
31. }   
 
5.4.1.7 Struktura seznamu sousedních AP 
Byla nadefinována struktura, do které se ukládají informace o sousedním 
AP získané pomocí přijatého Becon rámců během průběžného prohledávání 
odpovídajícího kanálu. Jako většina datové struktur, tak i tato je definovaná 
v hlavičkovém bloku (HB). Struktura obsahuje všechny důležité informace o AP 
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potřebné pro handover a to BSS ID (ap_bss_id), které poté slouží jako cílová 
adresa (destination_addr), kanál na kterém AP pracuje (ap_channel), zatížení AP 
(ap_load) pro ukládání jeho aktuálního zatížení. Dále čas posledního přijatého 
Beaconu (ap_last_rcvd_beacon), pomocí kterého se testuje stáří záznamu a SNR 
posledního přijatého Beaconu (ap_snr), podle kterého se následně vybírá 
nejvhodnější nové AP při handoveru. Pomocí této struktury je v modelu 
definované pole struktur informací o sousedních AP (sousedni_ap[12]) sloužící 
jako seznam (pozn. definovaná jako stavová proměnná v SV). Každá položka pole 
odpovídá jednomu kanálu a pomocí něho se v seznamu pohybuje. 
1. /*struktura pro informace o jednotlivych AP*/   
2. typedef struct strukt_sousedni_ap   
3.     {   
4.     int ap_bss_id;              /* AP BSS ID */   
5.     int ap_channel;             /* AP channel*/   
6.     double  ap_load;                /* AP Load  */   
7.     double  ap_last_rcvd_beacon;    /*cas posledniho prijeti beaconu*/   
8.     double  ap_snr;             /* snr posledniho beaconu   */   
9.     } strukt_sousedni_ap;  
 
1. /*definice stavove promenne pole struktur*/   
2. strukt_sousedni_ap      \sousedni_ap[12]   
 
5.4.1.8 Příjem Beacon rámce a zapsání informací o AP 
Pro obsluhu přijatého Beacon rámce, během průběžného prohledávání, 
byla vytvořena funkce v části obsluhy přijatých dat z nižší vrstvy 
(wlan_lower_layer_data_arrival()). V obsluze přijatých dat z nižší vrstvy se 
rozlišuje typ rámce jaký byl přijat (rcvd_frame_type) a podle toho se následně 
větví obsluha do konkrétních obsluh pro daný typ rámců. Zde byla již obsluha pro 
Beacon rámec vytvořena, ve které se získávají informace o AP, měří se SNR 
Beconu a pro metodu Neighbor se extrahují informace o všech AP ze seznamu 
neighbor. Původní obsluha byla doplněna vstupní podmínku pruzkum == 
OPC_FALSE a nová doplněná obsluha má vstupní podmínku pruzkum == 
OPC_TRUE. Tím je zajištěno oddělené zpracování Beacon rámce přijatého 
během normálním provozu a během prohledávání kanálu. Důvodem vytvoření 
zčásti duplicitní obsluhy byl úmysl zachovat původní běh systému bez narušení.  
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 V doplněné obsluze se nejprve nastaví příznak přijetí Becon rámce 
prijat_beacon_pruzkum = OPC_TRUE, pomocí něhož se ruší kanálový časovač. 
Poté se zapíše aktuální čas do pole času posledního přijetí Beaconu 
time_last_beacon_rcvd[channel]. Tento čas je používán pro odvozování časů pro 
průzkumů jednotlivých kanálů, jak již bylo napsáno v 5.4.1.2. Následně se 
extrahuje tělo Becon paketu z přijatého rámce a ihned poté se extrahuje struktura 
těla Beaconu z paketu. Tím se dostaneme k jednotlivým položkám, které byly při 
přípravě Beaconu zapouzdřeny do jeho těla, v tomto případě se jedná o 
předávané zatížení AP - pk_bbstruct_ptr->apload. Nyní je možno zapsat všechny 
potřebné informace do struktury, která byla popsána výše. Následuje už jen 
zapsaní získaných informací do logovacího souboru pro kontrolu a odstranění 
dočasně získaného získané těla rámce pomocí op_pk_destroy (seg_pkptr). 
1. static void wlan_lower_layer_data_arrival ()   
2.     {   
3.     :      
4.     /*podminka, ze prijaty ramec je typu Beacon a byl prijat během 
prohledavani*/    
5.     else if ((rcvd_frame_type == WlanM_Beacon) && (pruzkum == OPC_TRUE))  
6.         {   
7.         prijat_beacon_pruzkum = OPC_TRUE;   //priznak prijeti Beaconu   
8.         /*zapsani casu kdy byl naposled prijat beacon pro jednotlive 
kanaly*/   
9.         time_last_beacon_rcvd[channel] = op_sim_time();    
10.        /*extraktovani info z beacon*/   
11.        /* Extracting the Beacon Body packet    */   
12.        op_pk_nfd_get (wlan_rcvd_frame_ptr, "Frame Body", &seg_pkptr);   
13.        /* Extracting the Beacon Body structure from packet -
 timto se dostanu i k polozce ap load!!*/ 
14.        op_pk_nfd_access (seg_pkptr, "Beacon Body", &pk_bbstruct_ptr);   
15.        /*zapsani info o AP do struktury*/   
16.        sousedni_ap[channel].ap_bss_id = rcvd_sta_bssid;   
17.        sousedni_ap[channel].ap_channel = channel;   
18.        sousedni_ap[channel].ap_last_rcvd_beacon = current_time;   
19.        sousedni_ap[channel].ap_load = pk_bbstruct_ptr->apload;   
20.        sousedni_ap[channel].ap_snr = snr_temp_2;   
21.        /*vypis do log, ze byl prijat beacon pri pruzkumu vcetne 
parametru*/   
22.        sprintf(diag,"%s Beacon rcvd: duration: (%f) (%f) -
 prohledavani!!! na kanale %i, ID: %d, AP load: %f\n",sta_id, 
pk_mhstruct_ptr->duration, current_time, channel, 
rcvd_sta_bssid, pk_bbstruct_pt->apload);   
23.        file_log(diag);   
24.        /* Destroy beacon body since no longer needed */   
25.        op_pk_destroy (seg_pkptr);   
26.    }   
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5.4.1.9 FRM_END: Vstupní kód – volba kanálu v případě potřeby handoveru 
FRM_END je vynucený stav (Forced State), u kterého se vstupní a výstupní 
kódy vykonávají naráz a tedy pro lepší přehlednost se zapisuje všechen kód 
pouze do vstupní části.  
Zde začíná samotný proces handoveru v podobě výběru kanálu nového AP, 
přepnutí na něj, vyslání Probe request a přechodu do stavu 
WAIT_FOR_RESPONSE. 
V podmínce před výběrem se kontroluje typ posledního odvysílaného 
rámce a to na last_frametx_type == WlanC_ACK, to je potvrzení a zároveň 
ukončení vzájemné výměny dat. Díky této podmínce nemůže nastat, že proces 
handoveru začne uprostřed výměny dat, čímž by se data znehodnotila. Dále je 
v podmínce obsažen příznak přijetí dat s nízkou hodnotou SNR wlan_flags-
>low_snr == OPC_TRUE (slouží jako podmět pro handover) a příznak signalizující 
započetí vyhledávání nového AP wlan_flags->cell_search == OPC_FALSE.  
Pokud jsou vstupní podmínky splněny, tak jako první se nastaví příznak 
wlan_flags->cell_search = OPC_TRUE, který, jak již bylo řečeno, signalizuje stav 
započetí vyhledávání nového AP v rámci handoveru. Poté se přepne na 1. kanál, 
protože se zde obsluhují i ostatní skenovací metody prohledávající všechny kanály 
(pasivní a aktivní) – zbytek jejich kódu je vynechán kvůli přehlednosti a 
nadbytečnosti. Dále se zapíše do asociačního logu informace o připravení Probe 
request na vyslání a to se nastaví hned následujícím příkazem  fresp_to_send = 
WlanM_Pro_Req. Proměnná fresp_to_send uchovává typ zpráv, které se mají 
následně vyslat. Poté se ještě zapíše čas začátku prohledávací fáze handoveru do 
proměnné probe_start sloužící pro výpočty celkových časů trvaní handoveru. 
Následuje část přímého výběru AP (kanálu) ze seznamu, který byl naplněn 
během průběžného prohledávání. Výběr se provádí v cyklu for od 1. do 11. 
kanálu. V tomto cyklu se testuje podmínka, zda SNR posledního přijatého 
Beaconu na kanále sousedni_ap[i].ap_snr je větší než snr_pom, který je na 
začátku nula a poté se do něho ukládá kanál právě prošlí touto podmínkou. 
V podmínce se navíc ukládá do snr_pom_2 druhý kanál s nejlepším SNR, to se 
následně využívá při rozhodování v případě upřednostnění AP s lepším zatížením. 
Po získání dvou nejlepších AP (kanálů) v tomto cyklu následuje výběr mezi nimi 
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podle jejich zatížení. Výběr podle zatížení AP se uskuteční jen tehdy, pokud rozdíl 
mezi SNR dvou nejlepších AP je menší než delta_snr_load (lze volit pomocí 
atributu). Předposledními kroky je přepnutí na kanál vybraného AP s předáním 
cílové adresy (BSS ID). Poslední krok je znehodnocení právě použitého záznamu 
v seznamu, pro případ kdy stanice neodpoví na Probe request, tak se ze seznamu 
vybere další nejlepší AP. 
1. if((last_frametx_type == WlanC_ACK) && (wlan_flags->low_snr == OPC_TRUE) 
&& (wlan_flags->cell_search == OPC_FALSE))   
2.     {   
3.     wlan_flags->cell_search = OPC_TRUE;   
4.     /* Start scanning process on channel 1  */   
5.     channel = 1;   
6.     wlan_set_transceiver_channel (channel);   
7.     :   
8.     probe = 1;   
9.     sprintf(diag,"%s Probe request to send! (%f)\n",sta_id, 
op_sim_time());     
10.    association_log(probe,diag);       
11.    fresp_to_send = WlanM_Pro_Req;   
12.    probe_start = op_sim_time();   
13.    :   
14.    if((sc_mode == 5)||(sc_mode == 6))          
15.        {   
16.        /*vyber AP ze seznamu*/   
17.        snr_pom = 0;                           
18.        for(i=0;i<12;i++)   
19.            {   
20.            if((snr_pom < sousedni_ap[i].ap_snr) &&             
((op_sim_time()-12)<sousedni_ap[i].ap_last_rcvd_beacon))   
21.                {   
22.                snr_pom_2 = snr_pom; //ulozeni 2. nejlepsiho zaznamu 
23.                snr_pom = sousedni_ap[i].ap_snr;  //ulozeni 1. nejlepsiho
 zaznamu 
24.                channel_pom_2 = channel_pom;   //ulozeni 2. nejslepsiho 
zaznamu   
25.                channel_pom = sousedni_ap[i].ap_channel;  //ulozeni 1. 
nejlepsiho 
26.                }   
27.            else{}   
28.            }   
29.        /*pokud je rozdil SNR 1. a 2. AP s nejlepsim SNR mensi nez 
delta_snr_load a zatizeni druheho AP je mensi nez prvniho, tak 
se 2. AP stava 1. nejlepsim*/   
30.        if(((snr_pom - delta_snr_load) < snr_pom_2) && 
(sousedni_ap[channel_pom].ap_load > 
sousedni_ap[channel_pom_2].ap_load))   
31.            {   
32.            channel_pom = channel_pom_2;    //prohozeni   
33.            }   
34.        destination_addr = sousedni_ap[channel_pom].ap_bss_id;     
35.        channel = sousedni_ap[channel_pom].ap_channel;   
36.        wlan_set_transceiver_channel (channel);   
37.        /*vymazani AP ze seznamu - vynulovanim zaznamu SNR*/   
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38.        sousedni_ap[channel].ap_snr = 0;   
39.        }   
40.    }   
V tomto stavu je celý tento kód obsažen ještě jednou s pozměněnou 
vstupní podmínkou, která určuje, že se kód vykoná v případě nepřijeti Probe 
response od AP, na který byl vyslán Probe request. 
5.4.1.10 WAIT_FOR_RESPONSE 
V tomto stavu se už pouze počká na Probe response po dobu nastavenou 
pro časovač SCAN_TIMEOUT. Jestliže během této doby přijde odpověď, tak se 
do proměnné obsluhují typ následujícího vysílaného rámce nastaví Reassociation 
request a vyruší se příznaky low_snr a cell_search. Jestliže ale stanice neobdrží 
Probe request, tak se ve FRM_END provede výběr dalšího AP a cyklus se 
opakuje. 
 
5.5 ZHODNOCENI A SIMULACE PRŮBĚŢNÉHO SKENOVÁNÍ 
S PŘEDÁVÁNÍM ZATÍŢENÍ AP 
Cílem bylo umožnit mobilní stanici sběr informaci z okolních AP, které 
následně využívá při potřebě handoveru. Díky využití aktuálních informací o 
okolních AP, může stanice vybrat ze svého seznamu nejvhodnější AP ve své 
blízkosti a snížit tak dobu potřebnou pro handover. Tímto se eliminuje závislost 
počtu sousedních AP jako je u původní skenovací metody Neighbor.  
V možnostech skenovacích parametrů přibyly tři nové položky viz Obr. 36. 
Přidání těchto parametrů bylo popsáno v kapitole 5.4.1.1 
Pro potřeby ladění nové skenovací metody byl využit stejná podoba a 
nastavení scénáře jako v úvodním zhodnocení původních metod (5.2.1).  
Nastavení nových parametrů je zachyceno na Obr. 36. 
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Obr. 36 Parametry skenovací metody prubezne (prubezne rychle) 
Význam nových parametrů: 
 start time prohledavání – čas kdy začne průběžné prohledávání 
 Max channel time prohledavani – maximální čas, který stanice bude 
přepnuta na prohledávaný kanál a čekat na Beacon rámec 
 Rozdíl SNR pro zvyhodneni zatizeni AP – rozmezí SNR dvou nejlepších 
AP, u kterých se zvýhodní zatížení v případě výběru nového AP při 
handoveru 
 
Rychlé průběţné skenování 
Na Obr. 37 je uveden průběh UDP přenosu pro skenovací metodu prubezne 
rychle. Ta skenuje pouze kanály 1, 6, 11 (v tomto případě obsazené). Spuštění 
skenování bylo nastaveno na 25 s, aby bylo patrné počáteční naplnění seznamu 
časů příchozích Beacon rámců. Před tímto naplněním jsou doby průzkumu 
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jednotlivých kanálu až 55 ms (Max channel time prohledavani). Tento čas se 
zkracuje v případě dřívějšího příchodu Beacon rámce. V následujících kolech 
prohledávání jsou časy přerušení, obsazených kanálů, již maximálně 3 ms díky 
dopřednému výpočtu času příchodu Beaconu. Na grafu tyto krátké přerušení 
(přepnutí na jiný kanál) nejsou patrné, neboť nevzniká žádný pokles přenosové 
rychlosti. V reálném použití by se mohlo průběžné prohledávání započíst ještě 
před začátkem přenosu dat a tím by jeho průběh nebyl vůbec narušen. 
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Obr. 37 Příchozí UDP provoz mobilní STA - průběţné rychlé skenování 
Celková doba handoveru je stejná jako pro Neighbor metodu s jedním sousedním 
AP, tedy 12,5 ms. 
 
Průběţné skenování 
 Na Obr. 38 je uveden průběh UDP přenosu pro skenovací metodu 
prubezne. Tato metoda skenuje všechny kanály, tedy i ty co nejsou v použité 
simulaci obsazeny. Pro obsazené kanály platí stejné pravidlo jako v předchozím 
případě s rychlým prohledáváním. U neobsazených kanálů je doba přerušení pro 
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jejich prohledání 55 ms (Max channel time prohledavani). To je doba, která 
zajišťuje, že na daném kanálu je umožněno případného příjmu Beacon rámce, 
neboť jsou vysílány v periodách 50 ms. Prohledávání je opět spuštěno v 25. 
sekundě simulace. Je vidět porušení původního průběhu přenosové rychlosti 
vlivem přepínání na obsluhující kanály. Celková doba handoveru je opět 12,5ms i 
v případě většího počtu sousedních AP.  
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Obr. 38 Příchozí UDP provoz mobilní STA - průběţné skenování 
 
Návrhy na vylepšení 
 Vzhledem k problémům prvotního zprovoznění WLAN handover modelu a 
časové náročností práce s časovači nebylo možné implementovat všechny 
uvažované vylepšení průběžného skenování. Jedním z návrhů na vylepšení je 
rozdělit dobu potřebnou pro prohledání kanálu (zde 55 ms) na více kratších úseků 
a v každém kole prozkoumat jeden z nich. Tím by se zmenšil vliv na přenosovou 
rychlost přenášeného provozu. Další návrh vylepšení by mohl spočívat ve využití 
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původního seznamu sousedních AP z metody Neighbor a skenovat pouze kanály 
obsažené v tomto seznamu. Zůstaly by všechny výhody průběžného skenování 
(eliminace doby handoveru v závislosti na počtu sousedních AP a sběr zatížení 
z AP) a přitom by vliv na přenos byl minimální, protože by se skenovali jen 
obsazené kanály. 
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ZÁVĚR 
WiMax sítě mají možnost využití měkkých handoverů (makro diverzitní a 
rychlé přepínání BS), což je velká výhoda pro VoIP a různá multimediální aplikace 
citlivá na změny zpoždění a na krátkodobé výpadky linky. Nevýhodou je celková 
vyšší složitost implementace měkkých handoverů do sítě.  
Ve Wi-Fi (IEEE802.11) sítích je možnosti pouze tvrdých handoverů, které 
nejsou pevně definované. Podmět k handoveru dává stanice na základě síly 
signálu (poměru signál/šum), šířky pásma nebo ztrátovosti paketů. Zpoždění 
handoveru tvoří až 90% čas strávený skenováním okolních stanic a vyhledávání 
vhodných kandidátů na přepojení. Proto je na tuto část zaměřena velká pozornost 
při zkoumání možností docílit co nejrychlejšího handoveru. Je navrženo několik 
metod, které toto umožňují. 
 V praktické části byl nejprve prozkoumán WLAN model ze základní 
knihovny OM a vzhledem k nemožnosti handoveru na síťové vrstvě byl zbytek 
práce věnován popisu a úpravě sdíleného WLAN handover modelu, který má 
implementované mechanismy handoveru. Práce byla zaměřena především na 
získávání informací z okolních AP. Byl popsán mechanismus časovačů umožňující 
průběžné prohledávání okolí a sběr informací o AP z Beacon rámců. Byl upraven 
obsah Beacon rámce, do kterého se vyčítá aktuální zatížení AP. Byl uveden 
vlastní postup získání informací o zatížení AP. Následně byla implementována 
metoda výběru nejvhodnějšího AP na základě informací získaných během 
průběžného prohledávání. Rozhodujícím faktorem je SNR posledního přijatého 
Beacon rámce a je možno zapnout doplňující výběr mezi dvěma blízkými AP na 
základě jejich zatížení. Výsledky prohledávacích metod jsou uvedeny v 5.5 i 
s návrhy na případné vylepšení.  
 Po vzájemné domluvě s vedoucím práce byla práce omezena na handover 
na linkové vrstvě. 
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6 PŘÍLOHY 
6.1 PŘÍZNAKY 
Pro správné pochopení dílčích částí zdrojových kódů procesního modelu 
MAC vrstvy, je zde uvedena datová struktůra WlanT_Mac_Flags obsahující 
všechny příznaky, které se používají k řízení této vrstvy. Všechny jsou typu 
Boolean a překlad vysvětlivek je uveden u každého z nich.  
 
typedef struct WlanT_Mac_Flags 
 { 
Boolean data_frame_to_send; /*Přznak pro kontrolu, když stanice potřebuje 
vysílat*/  
Boolean tx_complete;   /* Nastaví se, když vysílání je komplentní.*/ 
Boolean transceiver_busy;  /* Nastaví se, když je vysílač zaneprázdněn.*/ 
Boolean forced_xmt;  /* Úkol --> pokračovat s vysíláním bez ohledu na 
stav příjmače.*/ 
Boolean backoff_flag;    /*Backoff příznak je nastaven, když je odvozena 
kolize, nebo je kanál přepnut z busy do idle. */ 
Boolean rts_sent;   /*Příznak indikuje, zda je Rts poslán pro daný 
konkrétní datový rámec. */ 
Boolean frame_size_req_rts; /*Nastaví se, když je současný rámec, ve vysílacím 
procesu, větší než prahová hodnota RTS.*/ 
Boolean wait_eifs_dur;  /*Nastaví se, když stanice musí čekat po dobu 
trvání eifs.*/ 
Boolean gateway_flag;   /*Nastaví se, když je stanice hodnocena jako 
gateway.*/ 
Boolean bridge_flag;  /*Nastaví se, když je stanice hodnocena jako 
bridge*/ 
Boolean nav_updated;  /* Indikuji novou hodnotu NAV od poslední doby, 
kdy je plánovaný self interrput pro konec 
odloženého vysílání.*/ 
Boolean collision;  /* Nastaví se, když se kanál stane busy, během 
toho když jiný kanál je již busy.*/ 
Boolean collided_packet; /* Nastaví se pro zahození dalšího příjmutého 
paketu, protože nastala kolize.*/ 
Boolean duration_zero;  /*Úkol: Nastavte tento příznak pokud má být nulová 
doba trvání v následujícím ack.*/ 
Boolean more_frag;  /*Nastaví se, když se musí prozkoumat více 
fragmentů.*/ 
 
76 
Boolean rcvd_bad_packet; /*Příznak idikující špatně přijatý paket.*/ 
Boolean busy_stat;  /*Tento příznak obsahuje stavy busy 
(zaneprázdněný) přijímače, získané pomocí 
přijímače. Busy statistika*/ 
Boolean cw_required;  /*Indikuje, že MAC je v CW (conection window) 
následující po úspěšném vysílání (9.2.5.2)*/ 
Boolean perform_cw;   /*Příznak, který spouští backoff proces pro CW 
periodu (dobu).*/ 
Boolean ignore_busy;  /*Nastavte tento příznak, pokud má STA ignorovat 
busy stav přijímače.*/ 
Boolean receiver_busy; /*Tento příznak se nastaví, když se nastane stav 
busy přijímače.*/ 
Boolean tx_cf_end;  /*Nastavte tento příznak, jestliže je čas na poslání 
rámce CF End*/ 
Boolean tx_beacon;  /*Nastavte tento příznak, jestliže je čas poslání 
beacon rámce.*/ 
Boolean pcf_side_traf;  /*Nastaví se, když AP detekuje provoz mezi STA. 
*/ 
Boolean more_data;  /*Nastaví se, když se musí hlásit pro více dat 
(MSDU)*/ 
/* PCF příznaky */ 
Boolean pcf_active;  /*Nastaví se, když je na AP aktivní PCF. */ 
Boolean polled;   /*Nastaví se, když stanice obdržela hlas (poll).*/ 
Boolean active_poll;  /*Nastaví se, když aktivní hlasy jsou 
nedokončený.*/ 
Boolean low_snr;  /*Nastaví se, když přijatý paket od AP má nízké 
SNR.*/ 
Boolean cell_search;  /*Nastaví se, když MN musí hledat nové AP.*/ 
Boolean scanbest;  /*Nastaví se, když během skenovacího procesu se 
najde nové AP s lepším SNR*/ 
Boolean busy_channel[13]; /*Nastaví se, pokud je konkrétní kanál obsazen 
(busy). */ 
Boolean association_flag; /* Nastaví se, pokud je skenovací funkce 
povolena.*/ 
Boolean non_erp_present; /*Nastaví se, když jsme v ERP STA a naše BSS 
má alespoň jednu STA, které je non-ERP.*/ 
Boolean cts_to_self;  /*Nastaví se, když je povolen volitelný 
mechanizmus 11g CTS-to-self pro tuto MAC.*/ 
Boolean rcvd_bad_cts;  /*Nastaví se, když je detekován příjem během 
posledního vysílání CTS-to-self.*/ 
Boolean signal_extension; /*Nastaví se po 11g vysílání používající ERP-
OFDM mód.*/ 
Boolean pcf_lowered_drate; /*Nastaví se v 11g AP, když je přenosová rychlost 
nižší kvůli piggyback ACK pro non-ERP STA.*/ 
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Boolean transmitter_busy; /*Nastaví se, když něco vysíláme.*/ 
/* Skenovací příznaky */ 
Boolean probe_response_to_send; /* Nastaví se, když musíme poslat probe 
response */ 
 } WlanT_Mac_Flags; 
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6.2 STAVOVÉ PROMĚNNÉ 
Zde je uveden výpis stavových proměnných. Seznam byl omezen na 
nejdůležitější proměnné, které souvisejí s handoverem, nebo jeho implementací. U 
každé je napsán překlad (doplněn, dle toho co bylo zjištěno) popisku vysvětlující 
funkci. 
 
Int  \intrpt_type; /* Zde je uložen typ přerušení.*/ 
int  \intrpt_code; /* Číselná kód přerušení.*/ 
int  \packet_number; /*Číslo poslaného paketu. Pouze pro účely ladění.*/ 
double \operational_speed; /* Wireless Parameter: Data Rate v bps */ 
int  \ap_flag;  /* Wireless Parameter: příznak Access Point funkce*/ 
int  \channel; /* Wireless Parameter: kanál (Channel)[0..12] */ 
OmsT_Aa_Address_Handle \oms_aa_handle; /* Použito pro získání ovládání wlan 
MAC adres.*/ 
int  \mac_adr;  /* MAC adresa uzlu, která je unikátní pro každý uzel*/ 
int  \bss_id;  /*Basic Service Set (BSS) identifikátor uzlu. Když je 
uzel AP, tak je  bss_id jeho MAC adresa (mac_adr), 
nebo-li bss_id je MAC adresa AP v konkrétním BSS. */ 
int  \ess_id;  /* Extended Service Set (ESS) identifikátor */ 
double \beacon_interval;  /* Access Point parametr: Beacon interval */ 
int  \sc_mode; /* Skenovací metoda mobilního uzlu.*/ 
int \ap_density;  /*Hustota Access pointů */ 
Boolean \cfp_ap_medium_control; /*Indikuje CFP, během kterého AP kontroluje médium. 
*/ 
WlanT_Mac_Frame_Type   \fresp_to_send; /* Po přijetí rámce stanice zjistí jaký má 
poslat response (odpověď) rámec.*/ 
WlanT_Mac_Flags*  \wlan_flags; /*Tato struktura obsahuje všechny příznaky, kterými jsou 
použity pro řízení procesního modelu. Více detailů je 
popsánu hlavičkovém bloku, kde je struktura 
definována. */ 
double \nav_duration;  /* Network allocation vector – absolutní doba od 
začátku simulace. Bude považován za nulový, pokud 
je nastaven na aktuální čas (current time).*/ 
double \rcv_idle_time; /* Poslední čas, kdy se přijímač dostal do idle stavu.*/ 
double \current_time;  /* Udržuje aktuální čas simulace na každém 
přerušení.*/ 
double \difs_time; /*DIFS interval je užíván stanicí pro vysílání datových 
rámců.*/ 
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double \pifs_time; /* PIFS interval je užíván stanicí pro vysílání datových 
rámců.*/ 
double \sifs_time; /* SIFS: Short interval frame space je použit pro řídící 
rámce.*/ 
double \eifs_time; /*EIFS interval je použit stanicí pro vysílání po 
vyskytnutí chyby během vysílání. */ 
double \slot_time; /* Slot time interval */ 
int \cw_min; /*Přečtená hodnota velikosti minimum contention 
window z atributů modelu.*/ 
int \cw_max; /*Přečtená hodnota velikosti maximum contention 
window z atributů modelu.*/ 
Stathandle \bss_id_handle;  /*Proměnná pro statistiku: BSS ID stanice, i 
také AP, ke které je připojena */ 
Stathandle \scanning_handle;  /*Proměnná pro statistiku: Skenovací čas v 
sec */ 
Stathandle \association_handle; /*Proměnná pro statistiku: Asociační čas v 
sec */ 
Stathandle \fullhandover_handle; /* Proměnná pro statistiku: Celkový čas 
handoveru v sec. */ 
Stathandle \beacon_delay_handle;  /* Proměnná pro statistiku: Beacon 
transmission Delay (TBTT-Current Time) */ 
Stathandle \cfp_start_handle;  /* Proměná pro statistiku: Start of CFP --> 
Beacon byl odeslán */ 
Stathandle \cfp_stop_handle;  /* Proměná pro statistiku: CFP stopped --> 
CF-End/Cf-End/Ack byl odeslán */ 
int \retry_count;  /* Inkrementuje se pokaždé, když byl rámec 
neúspěšně odvisílan.*/ 
double \backoff_slots; /* Náhodné číslo slotu backoff zaručující rovnoměrné 
rozložení.*/ 
OpT_Packet_Size \packet_size_dcf; /* Celková velikost DCF paketu, který je právě 
ovládaný.*/ 
OpT_Packet_Size \receive_time_dcf; /* Příchozí čas paketu, který je právě ovládaný 
DCF.*/ 
int \rcv_channel_status;  /*Proměnná obsahující stavy zaneprázdnění (busy) 
pro různé kanály přijímačů MAC vrstvy. N-tý byt 
odpovídá N-tému kanálu. Pokud je hodnota bitu 0 
znamená to, že je kanál volný. Hodnota 1 znamená 
obsazený (busy)*/ 
int \my_address;  /* Vlastní adresa stanice.*/ 
int \instrm_from_mac_if;  /* Index streamu přicházejícího z rozhraní vyšší vrstvy 
MAC.*/ 
int \outstrm_to_mac_if;  /* Index streamu připojeného k rozhraní vyšší vrstvy 
MAC.*/ 
Boolean \wlan_trace_active; /*Debugovací/trasovací příznak pro všechny činnosti 
v této MAC.*/ 
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char \current_state_name [32]; /*Udržuje jméno současného stavu stanice.*/ 
int \ap_mac_address;  /*Adresa AP. BSS ID sítě, pokud se jedná o 
infrastrukturní síť.*/ 
int* \bss_stn_list;  /* Seznam obsahující stanice v BSS*/ 
int \i_strm;  /* Sledování toku paketů přicházející z nižší vrstvy.*/ 
Evhandle  \beacon_evh;  /* Řídící událost, která udržuje vlastní přerušení pro 
čas vysílání Beacon rámce.*/ 
int \cw_value;  /* Současná hodnota contention window (CW) pro 
backoff */ 
int \backoff_interval;  /* Náhodné číslo mezi 0 a cw_value */ 
Boolean \transceiver_locked;  /* Indikuje zda vysílač (PHY) přijímá data nebo ne */ 
double \rx_power_threshold;  /* Power Threshold – mezní hodnota výkonu */ 
Evhandle  \backoff_elapsed_evh; /* Řídíci událost, která dohlíží nad vlastním přerušením 
kvůli backoff.*/ 
int \destination_addr;  /* Použito pro ukládání cílové adresy */ 
SimT_Pk_Id \pkt_in_service;  /* Ukládá paket ID datových paketů, které jsou 
v provozu.*/ 
int \remote_sta_addr;  /* Získání adresy řídící stanice z přijatého paketu.*/ 
int \rts_threshold;  /* Použito pro ukládání  atributu mezní hodnoty RTS.*/ 
Boolean \logging;  /* Povolení nebo zakázání logování*/ 
char \logdir[500]; /*cesta ke složce pro logování*/ 
double \from;  /* Čas začátku logování*/ 
double \to;  /* Čas konce logování*/ 
char \sta_id[256];  /* Unikátní ID stanice pro diagnostiku. */ 
char \diag[500];  /* Vyrovnávací paměť (buffer) diagnostiky*/ 
Boolean \correct_frame_type_rcvd; /* ACK příjat  v frm-end -> očekáván ACK */ 
double \timer_duration;  /* Ukládá čas pro vypršení času rámce. */ 
int \completed_slots;  /* Počet backoff slotu, když je backoff přerušen. */ 
int \sc_flag;  /* Skenovací příznak – povolení skenování. MN bude 
hledat*/ 
double \min_channel_time;  /* Pokud není příjmut žádný provoz min_channel_time, 
přechází se na skenování dalšího kanálu. */ 
double \max_channel_time;  /* zpracování všech probe responses po 
max_channel_time */ 
Evhandle \min_channel_timeout_evh; /* Řídící událost obsluhující přerušení pro Min 
channel time pro skenování */ 
Evhandle \max_channel_timeout_evh; /* Řídící událost obsluhující přerušení pro 
Max channel time pro skenování */ 
double \snr;  /* Aktuální SNR */ 
double \scanbestsnr;  /* buffer  pro uložení SNR nejlepšího*/ 
int \scanbestchannel;  /* buffer pro uložení kanálu AP s nejlepším  */ 
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int \scanbestssid;  /* buffer pro uložení ssid AP s nejlepším SNR.*/ 
int \scanningmode; /* Ukládání skenovacího módu (aktivní, pasivní…) */ 
int \ap_ess_id;  /* ESS ID vyhledaného AP */ 
double \cts_timeout; /* cts timeout */ 
Evhandle  \passive_channel_timeout_evh;  /* Kanálový čas přerušení řídící události pro 
pasivní skenování.*/ 
double \passive_timeout;  /*čekat na beacon rámce dokud nevyprší passive 
timeout */ 
int \state_counter;  /* Sledovací počítadlo, pokud jsem šli přes stejný stav 
více než jednou. */ 
Boolean \other_frame_rcvd;  /* Příjmutý rámec, který jsme neočekávali. */ 
double \persistence_factor;  /* Persistence Factor použit pro výpočet nové hodnoty 
CW: cw_new = ((cw_old + 1) * PF) - 1*/ 
OpT_Packet_Size \packet_size_pcf; /* Celková velikost PCF paketu, 
který je práve obsluhován. */ 
double \receive_time_pcf;  /* Příchozí čas packetu, která je právě obsluhován 
PCF */ 
Evhandle  \association_evh;  /* STA není asociována k žádnému AP*/ 
double \snr_temp;  /* buffer SNR */ 
int \probe;  /*Pro logovaní: 0=nic, 1=start skenování, 2=konec 
skenování, 3=ukončená reasociaece*/ 
double \probe_start_time;  /* Startovací čas pro probe*/ 
double \probe_end_time;  /* Konečný čas pro probe – pouze pro logovaní*/ 
double \asso_start_time;  /* Startovací čas (re)asociaci – pouze pro logování. */ 
List* \neighbor_list_ptr;  /* seznam ukazatelů sousedních AP */ 
WlanT_Neighbor_List_Elem* \neighbor_ptr; /*Proměnná obsahující datovou 
strukturu obsahující informace o 
sousedních AP (bss id a kanál)*/ 
int \rand_list;  /* Náhodné číslo k přístupu seznamu sousedů. */ 
int \list_access_counter;  /* počítadlo průměrného počtu přístupů.*/ 
Evhandle  \hundred_timeout_evh;  /* Řídící událost pro konec vysílání.*/ 
Evhandle  \transmission_evh; /*Vysílací řídící událost normálního vysílání DCF/PCF 
.*/ 
double \data_tx_rate; /*Slouží k ukládání vysílaci datové přenosové rychlosti 
*/ 
double \control_data_rate;  /* Slouží k ukládání vysílaci přenosové rychlosti pro 
vysílání kontrolních rámců.*/ 
int \channel_count;  /* Počet kanálu, který závisí na fyzické vrstvě (např 
802.11a nebo 802.11/11b).*/ 
double \first_chan_min_freq;  /* Minimální frekvence prvního kanálu (v MHz).*/ 
double \channel_bandwidth;  /* Šířka kanálu v MHz.*/ 
double \channel_spacing;  /*Mezera mezi dvěma kanály v MHz.*/ 
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Objid \txch_objid;  /* Object ID kanálu vlastního vysílače.*/ 
Objid \rxch_objid;  /* Object ID kanálu vlastního přijímače.*/ 
int \channel_num;  /* Počet kanálů, které jsou právě používané.*/ 
double \rcvd_frame_drate;  /* Datová rychlost posledního přijatého rámce, která se 
poté používá k určení vysílací rychlosti kontrolních 
odpovědí (CTS and ACK).*/ 
Evhandle  \cfp_end_evh;  /* Řidící událost, která sleduje vlastní přerušení pro 
konec CFP. */ 
double \tbtt; /* TBTT - Target Beacon Transmission Time:  čas, kdy 
musí být beacon odvysílán.*/ 
Packet * \wlan_pcf_transmit_frame_copy_ptr; /* Oddělená kopie posílaného PCF 
rámce před odesláním. */ 
Packet * \wlan_transmit_frame_copy_ptr; /* Kopie posílaného rámce před 
odesláním.*/ 
OpT_Packet_Size \pcf_remainder_size; /* Velikost posledního datového rámce PCF.*/ 
 
WlanT_Mac_Duplicate_Buffer_Entry** \duplicate_list_ptr;  /* Tento seznam ukládá 
informace o přijatém paketu. 
Informace obsahují 
zdrojovou adresu stanice, 
sekvenční ID paketu a počet 
fragmentů paketu. Používá 
se, pro zjištění přijetí 
duplicitního paketu, pokud 
se tak stane, tak je paket 
jednoduše zahozen.*/ 
WlanT_Mac_Frame_Type  \expected_frame_type; /* Nastavuje potřebný typ 
rámce odpovědi, na vyslaný 
rámec. */ 
WlanT_Mac_Frame_Type \last_frametx_type; /* Tento rámec udržuje 
poslední odvysílaný ráme, 
který potřebuje odpověď 
(jako Cts nebo ACK). Je 
použit, pokud je potřeba ho 
znovu odvysílat.*/ 
WlanT_Sta_Mapping_Info* \my_sta_info_ptr; /*Informace stanice 
obsahující duplicitní 
informace.*/ 
WlanT_Bss_Mapping_Info* \my_bss_info_ptr; /* Řízení záznamu informací 
současného BSS obsahující 
seznam stanic, které spadají 
do této BSS.*/ 
WlanT_Phy_Char_Code \phy_char_flag;  /* Tato proměnná ukládá 
typové informace fyzické 
vrstvy*/ 
WlanT_Phy_Type \phy_type;  /*Typ standartu fyzické 
vrstvy 802.11 */ 
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PrgT_Mutex* \mapping_info_mutex;  /* Mutex slouží k sériovému 
volání prd_mapping funkcí, které 
čtou/zapisuje WLAN informace, 
při multi-thread vykonávání s 
více CPU.*/ 
Log_Handle \config_log_handle;  /*Ovádání logování pro 
konfiguraci zpráv. */ 
WlanT_Rx_State_Info* \rx_state_info_ptr;  /* Stavové informace přijímacího 
kanálu.*/ 
OpT_Packet_Id   \pcf_pkt_in_service;  /*Ukládá paket ID datových 
paketů v provozu. */ 
double \idle_in_time; /* pocna pro vypocet trvani idle 
stavu */ 
double \idle_duration_time; /* pocna pro vypocet trvani idle 
stavu */ 
Boolean \pruzkum; /* priznak pro pruzkum */ 
int \counter_idle; /* pomocna pro pocet idle stavu 
*/ 
double \channel_timer_searching; /* ukladani casu pro preruseni - 
doba jak dlouho bude cekat na 
beacon na kanale pri sberu dat 
*/ 
Evhandle \searching_channel_timeout_evh; /* eventhandler pro 
prohledavani - sber dat z beacon 
ramcu */ 
int \buffer_channel; /* buffer pro ulozeni puvodniho 
kanalu pred prohledavanim */ 
int \last_searching_channel; /* buffer pro ulozeni posledního 
prohledavaného kanalu */ 
Evhandle \period_searching_channel_timeout_evh; /* eventhandler 
pro mezery mezi prohledavani - 
sber dat z beacon ramcu */ 
Boolean \pruzkum_casovac; /* priznak pro povoleni dalsi 
pruzkum - pouzito s rizeni s 
casovace */ 
Boolean \prijat_beacon_pruzkum; /* priznak pri prijeti beaconu pri 
pruzkumu */ 
double \channel_intr_duration_time; /* pomocna pro vypocet 
trvani preruseni prohledavani 
kanalu */ 
double \ap_load_SV; /* pomocna pro vycteni statistiky 
zatizeni AP */ 
double \first_update_stat;  /* pomocna pro vytvoreni vlastni 
statistiky zatizeni AP */ 
double \time_last_beacon_rcvd[12];  /* cas kdy byl naposled prijat 
beacon */ 
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int \next_searching_channel; /*buffer pro ulozeni 
nastavajiciho kanalu pro 
prohledavani */ 
int \searching_type; /* typ prohledavani */ 
strukt_sousedni_ap \sousedni_ap[12]; /* promena pro ukladani info o 
sousednich - posun po 
ap_channel */ 
int \channel_pom; /* pomocna pri vyberu AP z 
ulozeneho pole prubezneho 
prohledavani */ 
int \channel_pom_2; /* pomocna pri vyberu AP z 
ulozeneho pole prubezneho 
prohledavani - zaznam pro AP s 
druhym nejlepsim SNR */ 
double \snr_pom; /* pomocna pri vyberu AP z 
ulozeneho pole prubezneho 
prohledavani */ 
double \snr_pom_2; /* pomocna pri vyberu AP z 
ulozeneho pole prubezneho 
prohledavani - zaznam pro AP s 
druhym nejlepsim SNR */ 
double \snr_temp_2; /* pomocna pro zapis snr do 
pole prubezneho prohledavani */ 
double \start_time_prohledavani; /* cas od kdy se zapne prubezne 
prohledavani */ 
double \max_channel_time_prohledavani; /* maximalni cas 
ztraveny na prohledavanem 
kanalu */ 
int \delta_snr_load; /* rozmezi SNR pro 1. a 2. AP s 
nejlepsim SNR v seznamu 
sousednich AP */ 
 
