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Introduzione. 
 
La tesi tratta del sistema dei controlli interni nelle imprese assicurative, che se 
adeguatamente istituito, risulta essere indispensabile per il corretto 
funzionamento dell’imprese e per il perseguimento degli obiettivi aziendali. 
 
Nella prima parte verrà affrontato il sistema dei controlli interni nelle 
assicurazioni in un’ottica generale. Partendo ad analizzare la definizione e 
l’inquadramento a livello normativo di tale sistema, ci si soffermerà in modo 
particolare sulle principali novità introdotte con il Regolamento ISVAP n. 20 del 
2008. Inoltre, si farà riferimento al Decreto Legislativo 231/2001, che ha 
ulteriormente contribuito a dare importanza al sistema dei controlli interni. 
Si proseguirà con il ruolo che ricoprono gli Organi Sociali, (Organo 
Amministrativo, Alta Direzione, Organo di controllo e il Comitato per il 
controllo), all’interno di questo sistema e l’integrazione che deve sussistere tra di 
essi. 
Si osserverà anche il passaggio che si è verificato dal CoSO Report all’Enterprise 
Risk Management, esaminando inizialmente gli elementi della prima 
metodologia, ma ponendo, poi, l’attenzione sulla sua evoluzione, ossia 
sull’ERM, analizzando nel dettaglio caratteristiche ed obiettivi di quest’ultimo. 
Infine, sui dati desunti da un’indagine condotta dalla KPMG insieme 
all’Università Bocconi, si evidenzierà il grado di diffusione e di sviluppo 
dell’ERM nelle società italiane. 
 
Nella seconda parte si entrerà nel dettaglio dell’attività di controllo, in modo 
particolare nei controlli di secondo livello. 
Partendo da una breve disamina della Corporate Governance e della gestione dei 
rischi nelle imprese assicurative, si farà poi riferimento al controllo di secondo 
livello: si analizzerà, quindi, la funzione di Risk Management, soffermandoci sui 
compiti e sulla propria disciplina. Sempre riguardo a questo livello, si passerà ad 
osservare la funzione di Compliance ed anche per quest’attività verrà posta 
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l’attenzione sulla normativa e sugli obiettivi di verifica che tale funzione ha il 
compito di perseguire.  
 
Continuando, si passerà ad osservare i controlli di terzo livello e, quindi, l’attività 
dell’Internal Auditing. Si partirà dalle caratteristiche e dalla cornice normativa di 
tale funzione, per poi approfondire nel dettaglio le fasi operative dell’attività di 
audit. Di seguito, ci si focalizzerà sulla collaborazione che sussiste tra l’Internal 
Auditing e le altre attività preposte al controllo, ossia Risk management, 
revisione esterna, Collegio Sindacale, Comitato di Controllo interno, gestione dei 
reclami e prevenzione delle frodi. 
Infine, si analizzerà la figura dell’Internal Auditing nel contesto assicurativo 
futuro. 
 
Nell’ultima parte verrà posta l’attenzione sul confronto tra le banche e le 
assicurazioni nell’ambito del sistema dei controlli interni. 
Inizialmente, si fornirà un quadro generale sulla disciplina delle imprese bancarie 
con particolare riferimento all’ultimo aggiornamento della Circolare 263/2006, 
entrato in vigore dal 1° luglio 2014; poi, saranno dati i profili generali dei 
controlli interni che contraddistinguono il settore bancario e assicurativo. 
Un breve accenno sarà fatto anche ai controlli che caratterizzano il fenomeno 
sempre più diffuso dei conglomerati finanziari; si proseguirà l’analisi del 
confronto tra questi due intermediari, osservando le differenze tra i rischi presenti 
in tali settori, in relazione con le direttive Basilea II e Solvency II. 
Infine, ci soffermeremo sul confronto tra le banche e le assicurazioni sui controlli 
di secondo e terzo livello, approfondendo le principali caratteristiche di queste 
funzioni. 
 
In conclusione, si farà riferimento all’importanza del sistema dei controlli interni 
nelle imprese assicurative e bancarie, che nonostante sia adeguatamente 
concepito, presenta comunque dei limiti. 
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CAPITOLO 1 
 
IL SISTEMA DEI CONTROLLI INTERNI NELLE IMPRESE 
ASSICURATIVE 
 
 
1.1 Inquadramento normativo e definizione del sistema dei controlli interni. 
La necessità di un adeguato sistema di controllo interno nel settore assicurativo è 
da attribuire principalmente a due motivi. Il primo è collegato all’esigenza di 
evitare un’amministrazione fraudolenta delle grandi disponibilità finanziarie 
detenute dalle imprese assicurative; queste disponibilità derivano dall’inversione 
del ciclo finanziario, tipico delle compagnie, che le porta ad ottenere prima le 
entrate monetarie e poi le uscite.  
Il secondo motivo, invece, è connesso, alla possibilità da parte del top 
management di avere comportamenti scorretti indirizzati a favorire i propri 
azionisti a danno dei creditori o degli altri stakeholder in generale, potrebbe così 
verificarsi un incremento dei rischi d’impresa dovuto ad un trasferimento della 
ricchezza dai creditori agli azionisti.  
La Direttiva Europea, Solvency II1, ha individuato nella predisposizione di idonei 
sistemi di controllo interno per le imprese assicurative, uno dei suoi obbiettivi 
principali, in modo tale da poter misurare e gestire in maniera più corretta le 
diverse tipologie di rischio a cui l’attività d’impresa è esposta.2 
In qualche misura il sistema assicurativo italiano si presenta come precursore, 
rispetto alla futura esigenza di recepire le novità di Solvency II, in tema di 
Governance, controlli interni e Risk Management.  
Di fatto, l’ingresso di quelli definibili come i macrocontenuti del secondo 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
1 Solvency II è una Direttiva Quadro che contiene i principi fondamentali della nuova normativa 
che dovranno essere completati dalle cd. misure di secondo livello, dagli Standard Tecnici e di 
terzo livello, attualmente in corso di finalizzazione. La Direttiva rivisita profondamente la 
vigilanza prudenziale sul settore assicurativo e dovrebbe entrare in vigore dal 1° gennaio 2016. 
2 Confronta G. Redaelli, “Innovazione nella regolamentazione e riflessi per le imprese 
assicurative”, Franco Angeli, Milano, 2006, pag. 12. 
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Pilastro si è già realizzato su base volontaria ed autonoma da parte delle stesse 
imprese o, ancora, in forza della più recente regolamentazione da parte 
dell’Autorità di Vigilanza, che ha in parte ulteriormente anticipato tali 
innovazioni. 3 
La definizione di sistema di controllo interno nelle imprese di assicurazione è 
stata fornita dall’ISVAP4 con i seguenti provvedimenti: 
• Circolare n. 366/D del 3 marzo 1999 “Sistema di controllo interno, ruolo e  
responsabilità degli organi amministrativi e di controllo”. 
• Circolare n. 577/D del 30 dicembre 2005 “Disposizioni in materia di 
sistema di controlli interni e di gestione dei rischi”. 
• Regolamento n. 20 del 26 marzo 2008 “Disposizioni in materia di 
controlli interni, gestione dei rischi, compliance ed esternalizzazione delle 
attività delle imprese di assicurazione, ai sensi degli articoli 87 e 191, 
comma 1, del decreto legislativo 7 settembre 2005, n. 209 – codice delle 
assicurazioni private”. 
L’aspetto principale e innovativo della circolare 366/D riguardava 
l’obbligatorietà della costituzione della funzione di Internal Auditing, che in 
precedenza era lasciata alla discrezionalità delle singole imprese. 
Questa funzione poteva essere anche esternalizzata attraverso affidamento a terzi, 
ma doveva essere formalizzato con un apposito contratto che verificava 
l’adeguatezza di  determinati requisiti e previa comunicazione all’Istituto di 
Vigilanza degli elementi che consentivano di valutare la conformità con i 
parametri di economicità, efficienza ed affidabilità. 
Un altro aspetto importante di questa circolare riguardava le definizioni e gli 
obblighi in essa contenuti, infatti, l’ISVAP aveva identificato il sistema dei 
controlli interni formato non solo da elementi dinamici, ma anche da elementi 
strutturali che potevano permanere all’interno dell’impresa con maggior stabilità, 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
3 Confronta A. Cappiello, “Regolamentazione e Risk Management nelle imprese assicurative. 
Profili evolutivi”, Franco Angeli, Milano, 2008, pag. 78.  
4 L’ISVAP è stato sostituito in tutti i poteri, funzioni e competenze dall’IVASS, Istituto per la 
Vigilanza sulle Assicurazioni, a partire dal 1° gennaio 2013. 
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come la struttura organizzativa.5 
Nonostante il notevole sviluppo che si era ottenuto con questa circolare a livello 
dei controlli interni, nel 2005, l’ISVAP ha ritenuto utile dare nuovo impulso per 
il miglioramento e il potenziamento dei sistemi di controllo interno e di gestione 
dei rischi delle compagnie assicurative. E’ stata quindi emessa la circolare n. 
577/D che ha modificato diversi punti della precedente normativa.  
Un elemento nuovo e di particolare rilievo è stato sicuramente l’istituzione 
obbligatoria della funzione di Risk Management per le imprese assicurative, che 
ha portato a cambiamenti organizzativi importanti.  
Nell’eventualità di outsourcing della funzione di Internal Auditing e di Risk 
Management, devono essere rispettati specifici requisiti, come già previsto dalla 
circolare 366/D. Questi contratti, poi, possono essere firmati solamente dopo che 
la bozza sia stata approvata dal Consiglio di Amministrazione e controllata 
dall’ISVAP, che opera tramite il meccanismo del silenzio assenso di 60 giorni. 
Infine, viene introdotto un obbligo di reporting periodico verso l’ISVAP sullo 
stato del sistema di controllo interno e di gestione dei rischi che corrisponde, 
nella sostanza, alla richiesta di formulazione di un giudizio sull’adeguatezza di 
tali sistemi, con cadenza annuale. Tale valutazione deve essere sottoposta 
all'analisi del Consiglio di Amministrazione.6 
L’entrata in vigore del Regolamento ISVAP n. 20 del 26 marzo del 2008 ha 
portato all’abrogazione della predetta circolare. 
Le ultime modifiche e integrazioni a tale Regolamento sono state fatte con il 
Provvedimento n. 17 del 15 aprile 2014, che ha dato attuazione anche agli 
orientamenti EIOPA7 del 31 ottobre 2013 e alla conseguente Lettera al Mercato 
IVASS del 15 aprile 2014, chiarificatrice delle maggiori novità che verranno 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
5 Confronta M. Masi, “Il controllo di gestione nelle imprese di assicurazione”, Franco Angeli, 
Milano, 2000, pag. 175. 
6 Confronta E. Parretta, “Controllo interno e assicurazioni. L’attività dell’Internal Auditor nel 
sistema di Governance delle imprese assicuratrici”, Franco Angeli, Milano, 2007, pag. 85 e 86. 
7 EIOPA è l’autorità europea delle assicurazioni e delle pensioni aziendali e professionali 
(European Insurance and Occupational Pensions Authority), operativo dal 1° gennaio 2011. 
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introdotte con la direttiva Solvency II. 
Le linee guida EIOPA considerano quattro diverse aree necessarie per 
un’effettiva preparazione al nuovo regime di solvibilità, queste riguardano il 
sistema di Governance, comprensivo del sistema di gestione dei rischi interni 
all’impresa, la valutazione prospettica dei rischi secondo i principi Solvency II 
(FLAOR, basato su principi ORSA), gli obblighi di informativa alle Autorità 
nazionali (reporting) e la fase di procedura preliminare (pre-application) per le 
imprese che intendano utilizzare modelli interni, completi o parziali, per il 
calcolo del proprio requisito patrimoniale di solvibilità in ambito Solvency II. 
Alle imprese capogruppo si applicano le linee guida previste a livello di gruppo, 
in aggiunta a quelle previste per le singole imprese di assicurazione e di 
riassicurazione che fanno parte del gruppo. 8 
Inoltre, vengono introdotte novità anche in tema di competenze della funzione di 
Risk Management, di Compliance e di Internal Auditing. 
Le linee guida in materia di Governance e di sistema dei controlli interni delinea 
la loro necessità per garantire la sana e prudente gestione dell’impresa ed una 
migliore tutela degli assicurati danneggiati e dei beneficiari delle prestazioni. 
Secondo l’articolo 4 del Regolamento n. 20: 
1. Le imprese di assicurazione si dotano di un’idonea organizzazione 
amministrativa e contabile e di un adeguato sistema dei controlli interni, 
proporzionato alla natura, alla portata e alla complessità dei rischi 
aziendali, attuali e prospettici, inerenti all’attività dell’impresa. 
2. Il sistema dei controlli interni è costituito dall’insieme delle regole, delle 
procedure e delle strutture organizzative volte ad assicurare il corretto 
funzionamento ed il buon andamento dell’impresa e a garantire, con un 
ragionevole margine di sicurezza:  
a. l’efficienza e l’efficacia dei processi aziendali;  
b. l’adeguato controllo dei rischi attuariali e prospettici;  
c. l’attendibilità e l’integrità delle informazioni contabili e gestionali;  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
8 Confronta S. Colombo, “Prime riflessioni sul recepimento degli orientamenti EIOPA, attuativi 
della direttiva Solvency II: l’IVASS modifica il Regolamento n. 20 /2008”, 2014.	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d. la salvaguardia del patrimonio anche in un ottica di medio-lungo   
                     periodo;  
e. la conformità dell’attività dell’impresa alla normativa vigente, alle     
                  direttive e alle procedure aziendali.  
2 bis. I presidi relativi al sistema dei controlli interni e di gestione dei rischi 
coprono ogni tipologia di rischio aziendale, anche secondo una visione 
prospettica ed in considerazione della salvaguardia del patrimonio. La 
responsabilità è rimessa agli organi sociali, ciascuno secondo le rispettive 
competenze. L’articolazione delle attività aziendali nonché dei compiti e 
delle responsabilità degli organi sociali e delle funzioni deve essere 
chiaramente definita. 
Da questa definizione si comprende che la vigilanza non circoscrive l’attenzione 
solo alle componenti di processo dei sistemi di controllo, ma considera anche gli  
aspetti strutturali, come l’impianto organizzativo, destinato a permanere 
nell’impresa con elevato grado di stabilità; tale concetto era già stato introdotto 
con la circolare 366/D ed è stato ripreso nel nuovo Regolamento. 
Inoltre, tale definizione è sostanzialmente, anche se non totalmente, allineata a 
quella formulata dal CoSo Report e a quella espressa dal Codice di 
Autodisciplina delle Società Quotate. 9 
Le principali novità che vengono introdotte sono relative, al capo V, alla 
funzione di Compliance nelle imprese di assicurazione e, al capo VIII, 
riguardano la disciplina dell’esternalizzazione delle attività delle compagnie 
assicurative.  
Questo è stato fatto con l’intento di rafforzare i requisiti qualitativi di gestione e i 
requisiti quantitativi di tipo prudenziale; l’obiettivo dei parametri è di sorvegliare 
la tutela della stabilità delle imprese e dei gruppi assicurativi.  
La disciplina di tali aspetti si pone in linea con gli orientamenti internazionali, 
prima citati, in materia di vigilanza prudenziale a fini di stabilità del settore 
assicurativo e consente di agevolare la graduale transizione del mercato e 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
9 Confronta Comitato per la Corporate Governance, Borsa Italiana S.p.a, “Codice di 
Autodisciplina”, 2006. 
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dell’Autorità di Vigilanza verso il nuovo regime di Solvency II.  
L’approccio regolamentare segue un’impostazione principle based, attraverso 
l’individuazione di obiettivi e requisiti minimali, lasciando autonomia alle 
imprese nel definire i propri modelli gestionali. La regolamentazione è, inoltre, 
ispirata al principio di proporzionalità, per consentire implementazioni dei 
principi calibrate sulle dimensioni e sulla natura delle attività svolte dalle imprese 
di assicurazione.10 
Per quanto riguarda i gruppi assicurativi è presente una tripartizione nell’ambito 
delle tipologie di controllo che la capogruppo è chiamata ad assicurare, ai fini 
della direzione e del coordinamento.  
La prima tipologia consiste nei controlli strategici sull’evoluzione delle diverse 
aree di attività in cui il gruppo opera e dei rischi ad esse correlati; la seconda 
tipologia comprende i controlli gestionali, che assicurano il mantenimento delle 
condizioni di equilibrio economico, finanziario e patrimoniale, con riferimento 
alle singole imprese e al gruppo; la terza è integrata dai controlli tecnici 
operativi, per la valutazione dei vari profili di rischio apportati al gruppo delle 
singole controllate.11 
Secondo il Provvedimento IVASS n. 17 del 15 aprile 2014, la capogruppo del 
gruppo assicurativo è responsabile di tutti gli adempimenti che l’EIOPA 
attribuisce, invece, all’entità responsabile.12 
Nella sezione III dedicata alle “Componenti del sistema dei controlli interni”, il 
regolamento disciplina la “Cultura del controllo interno”; è stabilito che l’Organo 
Amministrativo deve informare tutto il personale sull’utilità e l’importanza dei 
sistemi dei controlli interni, mentre l’Alta Direzione deve avviare continue 
iniziative formative e di comunicazione per incoraggiare il personale all’adesione 
dei principi di integrità morale e dei valori etici. La società cerca sempre di 
evitare remunerazioni che possano essere d’incoraggiamento a svolgere attività 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
10 Confronta Relazione ISVAP sul Regolamento n. 20 del 26 marzo 2008. 
11 Confronta A. Cappiello, “Regolamentazione e Risk Management nelle imprese assicurative.    
Profili evolutivi”, op. cit., pag. 89. 
12 Confronta Provvedimento IVASS n. 17 del 15 aprile del 2014.	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illegali o legate ad aumenti di rischio contrastanti con l’attività dell'azienda. 
E’ prevista anche una separazione delle funzioni con riferimento alle dimensioni, 
alla natura e complessità degli affari, inoltre, le attività di controllo sono 
formalizzate su base periodica e prevedono un coinvolgimento di tutti i 
dipendenti dell’azienda. Altro aspetto importante riguarda l’adeguato livello 
d’indipendenza che deve avere il personale incaricato del controllo rispetto a 
quello con compiti operativi. 
Altre componenti del sistema dei controlli interni sono i flussi informativi e i 
canali di informazione, che devono rispettare determinati requisiti di: 
1. accuratezza: le informazioni devono essere verificate al momento della 
ricezione e anteriormente rispetto al loro uso;  
2. completezza: le informazioni devono coprire tutti gli aspetti rilevanti 
dell’impresa in termini di quantità e qualità, inclusi gli indicatori che 
possono avere conseguenze dirette o indirette sulla pianificazione 
strategica dell’attività;  
3. tempestività: le informazioni devono essere puntualmente disponibili, in 
modo da favorire processi decisionali efficaci e consentire all’impresa di 
prevedere e reagire con prontezza agli eventi futuri;  
4. coerenza: le informazioni devono essere registrate secondo metodologie 
che le rendano confrontabili;  
5. trasparenza: le informazioni devono essere presentate in maniera facile da 
interpretare, garantendo la chiarezza delle componenti essenziali;  
6. pertinenza: le informazioni utilizzate devono essere in relazione diretta 
con la finalità per cui vengono richieste ed essere continuamente rivedute 
e ampliate per garantirne la rispondenza alle necessità dell’impresa. 13 
Le imprese devono anche produrre dati e informazioni necessarie all’esercizio 
della vigilanza supplementare e conservare tali indicazioni nella propria sede per 
eventuali accertamenti da parte della Vigilanza. Questo elemento è innovativo 
rispetto alla precedente circolare, nel quale non era previsto questo tipo di 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
13 Confronta Regolamento ISVAP n. 20 del 26 marzo 2008.  
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vigilanza. 
Infine, i sistemi informatici devono essere adeguati rispetto alle dimensioni e 
all’attività e devono fornire informazioni sia all’interno sia all’esterno; l’Organo 
Amministrativo deve approvare un piano strategico sulla tecnologia 
dell’informazione e comunicazione (ICT), per mantenere una struttura 
complessiva dei sistemi sia dal punto di vista applicativo che tecnologico e in 
conformità con le reali necessità dell’impresa.  
 
 
1.1.1 Il Decreto Legislativo 231/2001. 
Il sistema dei controlli interni ha assunto maggior importanza da quando 
l’esistenza di tale sistema ha assunto valenza di strumento esimente di 
responsabilità per le imprese. Questo viene definito più precisamente modello 
organizzativo di gestione e controllo. 14 
Il Decreto Legislativo 231/2001 riguarda la disciplina della responsabilità 
amministrativa delle persone giuridiche, delle società e delle associazioni anche 
prive di personalità giuridica ed introduce il principio dell’esimente della 
responsabilità per le società. 
Ad illecito avvenuto, l’esimente scatta se la società si è dotata di: 
- un modello di organizzazione e gestione idoneo a prevenire i reati prima 
della commissione del reato, con ragionevole garanzia; 
- un Organismo di Vigilanza e di Controllo, efficacemente operativo. 
E’ possibile commettere il reato solo eludendo fraudolentemente il modello; per 
questo l’introduzione di controlli interni nelle imprese è diventato uno strumento 
di prevenzione dei reati. 
I reati a cui la legge si riferisce sono:15 
§ i reati contro la Pubblica Amministrazione; 
§ i reati contro la fede pubblica; 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
14 Confronta E. Parretta, “Controllo interno e assicurazioni, l’attività dell’Internal Auditor nel 
sistema di Governance delle imprese assicuratrici”, op. cit., pag. 68 e ss. 
15 Confronta Decreto Legislativo 231/2001.	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§ i reati societari; 
§ delitti con finalità di terrorismo o di eversione dell’ordine democratico; 
§ i reati contro la personalità individuale; 
§ abuso di informazioni privilegiate e manipolazione del mercato; 
§ reati transnazionali; 
§ omicidio colposo o lesioni gravi o gravissime; 
§ ricettazione, antiriciclaggio e impiego di denaro, beni o altre utilità di 
provenienza illecita; 
§ criminalità informatica; 
§ criminalità organizzata; 
§ turbata libertà dell’industria e del commercio; 
§ violazioni del diritto d’autore; 
§ reati ambientali; 
§ dichiarazioni mendaci all’autorità giudiziaria. 
La nuova responsabilità introdotta è diretta a coinvolgere nella punizione degli 
illeciti penali, sopra detti, il patrimonio degli enti che abbiano trovato un 
beneficio dall’esecuzione dell’illecito. 
La sanzione applicabile in ogni situazione di reato è quella pecuniaria, nei casi 
più gravi viene prevista anche la sanzione interdittiva; per esempio interdizione 
dell’attività, revoca delle autorizzazioni, licenze o concessioni, divieto di 
contrattare la Pubblica Amministrazione.  
La persona giuridica non può subire sanzioni penali, ma le misure interdittive 
possono portare alla chiusura e alla liquidazione dell’impresa; se viene revocata 
l’autorizzazione ad una compagnia assicurativa, che rappresenta la condizione 
necessaria per svolgere l’attività, questa deve obbligatoriamente liquidare e 
chiudere. 
Se il reato è stato commesso da persone che hanno funzioni di rappresentanza, di 
amministrazione o di direzione dell’Ente o di una sua unità organizzativa dotata 
di autonomia finanziaria e funzionale nonché da persone che esercitano, anche di 
fatto, la gestione e il controllo dello stesso, l’ente non risponde se è in grado di 
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provare:16 
- che ha preventivamente ed efficacemente adottato modelli organizzativi e 
di gestione idonei ad individuare e prevenire reati della specie di quello 
verificatosi; 
- che ha affidato ad un proprio organismo, dotato di autonomi poteri di 
iniziativa e di controllo, il compito di vigilare sul funzionamento e 
l’osservanza dei modelli e di curarne il loro aggiornamento; 
- la violazione fraudolenta dei modelli da parte degli autori del reato; 
- la diligenza dell’Organismo di Vigilanza e dei soggetti incaricati della 
gestione e del controllo. 
I modelli organizzativi possono essere adottati in conformità a codici di 
comportamento delineati dalle Associazioni rappresentative degli Enti, che 
devono essere comunicati al Ministero della Giustizia. I modelli delle 
Associazioni di categoria costituiscono, quindi, un parametro di particolare 
rilevanza perché le aziende possano ottemperare in maniera adeguata alla 
previsione di legge.17 
Le fasi dell’intervento per l’adeguamento al D. Lgs 231/2001 possono essere così 
schematizzate: 
1. la pianificazione dell’intervento; 
2. la diagnostica dei rischi “231” e dei controlli in essere; 
3. la progettazione del modello di organizzazione, gestione e 
controllo. 
4. la predisposizione del modello. 
Questa normativa si allinea ai principi di identificazione dei rischi e di 
predisposizione di un adeguato sistema di controlli interni per limitare il rischio; 
tuttavia questo non porta ad una sostituzione del sistema come descritto dai 
paragrafi precedenti con il modello di organizzazione e controllo richiesto dalla 
legge 231, perché quest’ultimo si concentra solamente sulla riduzione dei rischi 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
16 Confronta A.I.I.A, “Position Paper D.Lgs 231/2001. Responsabilità amministrativa della 
società: modelli organizzativi, di prevenzione e controllo”, Milano, AIIA, 2001. 
17 Confronta F. Caputi, “Problemi applicativi del D.Lgs 231/01”, rivista Auditing, 2002. 
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di carattere normativo, non ha lo scopo di concentrarsi sull’efficienza e 
sull’efficacia che sono necessari per il perseguimento della mission aziendale.  
 
 
1.2 Il ruolo degli Organi Sociali nel sistema dei controlli interni. 
A proposito della funzionalità e dell’adeguatezza del sistema dei controlli interni, 
i soggetti coinvolti, con diversi ruoli e competenze, sono: 
− l’Organo Amministrativo; 
− l’Alta Direzione; 
− l’Organo di Controllo; 
− il Comitato per il controllo interno. 
L’Organo Amministrativo è il responsabile ultimo dei sistemi del controllo 
interno; ha il compito di controllare la completezza, il funzionamento e 
l’efficacia della gestione dei rischi, con particolare attenzione alle attività 
esternalizzate.18 Sempre con riferimento al sistema di gestione dei rischi, ne deve 
consentire l’identificazione, la valutazione anche prospettica e il controllo dei 
rischi, compresi quelli derivanti dalla non conformità alle norme, garantendo 
l’obiettivo della salvaguardia del patrimonio, sia in ottica di breve periodo che in 
un’ottica di medio-lungo periodo. Con gli ultimi aggiornamenti, l’Organo 
Amministrativo ha assunto una maggior importanza e le sue competenze, 
responsabilità e compiti si sono arricchiti. 
Nel nostro sistema l’Organo Amministrativo è identificato nel Consiglio di 
Amministrazione invece, in presenza di un modello dualistico viene identificato 
nel Consiglio di Gestione.  
Il Consiglio svolge i seguenti compiti:  
a) approva la struttura organizzativa che ritiene più idonea per la società, 
assegna i ruoli e le responsabilità ai soggetti operanti nell’azienda e si 
occupa anche del sistema delle deleghe dei poteri, curandone in modo 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
18 Confronta L. Selleri, “L’impresa e il rischio. Introduzione all’Enterprise Risk Management", 
I.S.U, Università Cattolica, Milano, 2006, pag. 257. 
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particolare l’adeguatezza nel tempo e assicurando una corretta separazione 
delle funzioni; inoltre, può prevedere adeguati piani di emergenza 
(contingency arrangements) qualora decida di avocare a sé i poteri 
delegati; 
b) definisce le disposizioni per quanto riguarda il sistema dei controlli e la 
politica relativa alle funzioni di Risk Management, Compliance e di 
revisione interna. 
c) esegue una valutazione attuale e prospettica dei rischi, stabilisce i criteri e 
le metodologie utilizzate, approva gli esiti delle valutazioni e li comunica 
all’Alta Direzione e alle strutture interessate (approccio top down); 
d) determina i livelli accettabili di rischio in coerenza con l’obbiettivo della 
salvaguardia del patrimonio, che rivede almeno una volta all’anno. 
e) approva la politica di gestione del rischio e le strategie anche in un’ottica 
di medio-lungo periodo e le politiche di sottoscrizione, di riservazione, di 
riassicurazione e di gestione del rischio operativo; 
f) delinea le direttive e i parametri sia per il trasferimento e la raccolta dei 
dati e delle informazioni utili per lo svolgimento dell’attività della 
vigilanza supplementare, sia per la verifica della completezza e della 
tempestività dei flussi informativi nell’ambito del controllo interno;  
g) approva un documento che deve contenere i compiti e le responsabilità 
degli Organi Sociali e delle funzioni di controllo, i flussi informativi, le 
modalità di coordinamento e di collaborazione tra le varie funzioni; 
h) delinea la politica aziendale in materia di esternalizzazione e per la 
valutazione dei requisiti di idoneità alla carica (onorabilità, professionalità 
e indipendenza) dei vari soggetti, sia riguardanti le funzioni tipiche 
dell’azienda sia quelle relative ai controlli interni; 
i) approva la politica delle segnalazioni destinate all’IVASS (reporting 
policy); 
j) controlla che l’Alta Direzione implementi adeguatamente il sistema dei 
controlli interni e di gestione dei rischi in conformità con le direttive 
dettate e, infine, deve valutarne il funzionamento; 
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k) deve essere informato periodicamente sull’efficacia ed efficienza del 
sistema di controllo interno e di gestione dei rischi e anche sulle criticità 
più rilevanti, siano esse segnalate dall’Alta Direzione, dalla funzione di 
revisione interna, Compliance e Risk Management o dal personale, così da 
poter eseguire rapidamente le misure correttive idonee; 
l) individua specifici eventi o situazioni che richiedono un intervento veloce 
dell’Alta Direzione; 
m) assicura una continua interazione tra tutte le funzioni e un aggiornamento 
professionale continuo. 
Come già accennato, i compiti dell’Organo Amministrativo nel provvedimento 
del 15 aprile 2014 sono stati rivisitati per assicurare una maggiore 
consapevolezza dell’importanza di tale organo all’interno del processo 
decisionale.19 
Le imprese potranno adeguarsi ai nuovi adempimenti in capo all’Organo 
Amministrativo entro il 31 dicembre 2014. 
La riforma del diritto societario (D. Lgs. N. 6/03 e successive modifiche) ha 
innovato la nozione attribuita al sistema dei controlli societari in sintonia con la 
best pratice internazionale e nazionale in materia di governo societario. Il termine 
controllo nella nuova formulazione è utilizzato come riferimento ad una finalità 
che investe la conduzione della società nel suo complesso e che, in vario modo, 
compete a tutti gli organi istituiti nei diversi sistemi alternativi (tradizionale, 
dualistico e monistico). 20 
Questo ha permesso la costituzione, da parte del Consiglio di Amministrazione, 
del Comitato per il controllo interno composto da amministratori non esecutivi e 
solitamente indipendenti, ai quali vengono assegnate funzioni propositive e 
consultive. 
L’Organo Amministrativo insieme al Comitato definisce le linee guida per il 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
19 Confronta Relazione al Provvedimento n. 17 del 15 aprile 2014. 
20 Confronta W. Montanari, “La funzione di controllo interno e di compliance nel contesto 
assicurativo, riferito ad un gruppo quotato: gruppo Cattolica Assicurazioni”, Verona, 2009. 
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sistema dei controlli interni, controllano la loro adeguatezza ed efficacia e, 
inoltre, individuano e gestiscono i rischi ritenuti più rilevanti.21 
L’Alta Direzione si occupa, invece, della realizzazione e del monitoraggio del 
sistema dei controlli interni e di gestione dei rischi, includendo anche quelli 
derivanti dalla non conformità alle norme stabilite dal regolamento interno. 
Definisce, poi, la struttura dell’impresa, i ruoli e le responsabilità delle unità 
operative, cercando di realizzare l’adeguata separazione dei compiti sia tra 
singoli soggetti sia tra le specifiche funzioni, ponendosi come obiettivo la 
riduzione dei conflitti di interesse; infine, deve anche curare il mantenimento di 
tutti questi aspetti. 
Un’altra funzione svolta dall’Alta Direzione riguarda l’esecuzione delle politiche 
di assunzione, valutazione e gestione dei rischi che sono state determinate 
dall’Organo Amministrativo, assicurando la definizione e il controllo dei limiti 
operativi e considerando anche il livello di tolleranza dell’esposizione 
dell’impresa al rischio. Tra le sue funzioni troviamo: il compito di accertarsi che 
il Consiglio di Amministrazione venga informato regolarmente sia sull’efficacia 
che sulle criticità rilevate del sistema dei controlli interni, di gestione dei rischi e 
della funzione di Compliance; deve modificare e correggere le irregolarità 
riscontrate in base alle indicazioni ricevute dall’Organo Amministrativo e 
propone iniziative per migliorare e perfezionare il sistema dei controlli interni e 
per eseguire un’adeguata gestione dei rischi.22 
L’Organo di Controllo verifica l’adeguatezza della struttura organizzativa, 
amministrativa e contabile utilizzato dall’azienda e l’efficacia del suo 
funzionamento, tenendo presente la possibilità di chiedere la partecipazione di 
tutte le strutture che svolgono funzioni di controllo. All’inizio del mandato, deve 
acquisire le informazioni e i dati riguardanti l’organizzazione della società, 
controllando ed analizzando i risultati della società di revisione per la valutazione 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
21 Confronta F. Milani, “Il Comitato per il controllo interno e la Corporate Governance”, 
Internal Audit, 2006.	  
22 Confronta M. Prosperetti, A. Colavolpe, “Banche, assicurazioni e gestori del risparmio. 
Corporate Governance, vigilanza e controlli”, IPSOA - Wolters Kluwer Italia, Milano, 2009. 
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del sistema di controllo interno e di quello amministrativo contabile; verifica, 
inoltre, l’idoneità della definizione delle deleghe e pone particolare attenzione 
alla necessaria separazione di responsabilità nei ruoli e nelle funzioni.  
Un successivo compito è quello di valutare l’efficienza e l’efficacia del sistema 
dei controlli interni, con particolare riguardo all’attività della funzione di 
revisione interna, della quale deve esaminare la presenza della necessaria 
autonomia, indipendenza e funzionalità; nell'eventualità in cui tale funzione sia 
stata esternalizzata allora la valutazione si basa sul contenuto della mansione 
attribuita dal relativo mandato. Deve anche mantenere un appropriato rapporto 
con l’attività di revisione interna.  
Infine: 
− cura il tempestivo scambio con la società di revisione dei dati e delle 
informazioni rilevanti per l’espletamento dei propri compiti, esaminando 
anche le periodiche relazioni della società di revisione;  
− segnala all’Organo Amministrativo le eventuali anomalie o debolezze 
dell’assetto organizzativo e del sistema dei controlli interni indicando e 
sollecitando idonee misure correttive; nel corso del mandato pianifica e 
svolge, anche coordinandosi con la società di revisione, periodici 
interventi di vigilanza volti ad accertare se le carenze o anomalie segnalate 
siano state superate e se, rispetto a quanto verificato all’inizio del 
mandato, siano intervenute significative modifiche dell’operatività della 
società, che impongano un adeguamento dell’assetto organizzativo e del 
sistema dei controlli interni;  
− in caso di società appartenenti al medesimo gruppo assicurativo assicura i 
collegamenti funzionali ed informativi con gli organi di controllo delle 
altre imprese;  
− conserva un’adeguata evidenza delle osservazioni e delle proposte 
formulate e della successiva attività di verifica dell’attuazione delle 
eventuali misure correttive. 23 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
23 Confronta Regolamento ISVAP n. 20 del 26 marzo 2008 articolo 8.  
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Nell’articolo 17 del Regolamento ISVAP n. 20 viene disciplinata, poi, la 
“collaborazione tra funzioni e organi deputati al controllo”. In pratica deve 
svilupparsi un adeguato scambio informativo per ottimizzare lo svolgimento dei 
rispettivi compiti di monitoraggio.  
Altre unità aventi funzioni di controllo nelle imprese assicurative sono:24  
Ø Collegio Sindacale,  
Ø società di revisione,  
Ø revisione interna,  
Ø Risk Management,  
Ø Compliance,  
Ø Organismo di Vigilanza di cui al D. Lgs 231/01, 
Ø attuario incaricato vita e r.c. auto, 
Ø ogni altro organo o funzione a cui è attribuita una specifica funzione di 
controllo. 
Il Consiglio di Amministrazione ha il compito di regolare i collegamenti tra le 
diverse funzioni di controllo.  
In relazione al modello di Governance tradizionale il ruolo degli Organi 
Aziendali è, quindi, nell’ambito del sistema dei controlli interni, rappresentato 
dal seguente figura (figura 1).  
 
 
 
 
 
 
 
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
24 Confronta W. Montanari “La funzione di controllo interno e di Compliance nel contesto 
assicurativo, riferito ad un gruppo quotato: gruppo Cattolica Assicurazioni”, op.cit. 
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Figura 1. Il ruolo degli organi sociali nel sistema dei controlli interni. 
 
Fonte: W. Montanari “La funzione di controllo interno e di Compliance nel contesto 
assicurativo, riferito ad un gruppo quotato: gruppo Cattolica Assicurazioni”, Verona, 2009. 
 
 
1.3 Dal CoSO Report all’Enterprise Risk Management. 
Il “Co.S.O’ s International Control Integrated framework” è la metodologia che 
delinea un modello di controllo virtuoso composto da cinque elementi e una serie 
di criteri per effettuare una valutazione professionale degli stessi.  
Il sistema di controllo interno, secondo il CoSO Report, è un processo, svolto dal 
Consiglio di Amministrazione, dai dirigenti e da altri operatori della struttura 
aziendale, che si prefigge di fornire una ragionevole sicurezza sulla realizzazione 
degli obiettivi rientranti nelle seguenti categorie: efficacia ed efficienza delle 
attività operative, attendibilità delle informazioni di bilancio, conformità alle 
leggi e ai regolamenti in vigore.  
La definizione è stata elaborata nel 1992 dal Committee of Sponsoring 
Organizations of the Treadway Commission (CoSO) che definisce il sistema di 
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controllo interno come un processo mediante il quale il management e gli 
operatori aziendali ottengono una ragionevole certezza di perseguire gli obiettivi 
di aderenza alle regole, salvaguardia del patrimonio, affidabilità delle 
informazioni e dei bilanci, efficacia ed efficienza della gestione.25 La definizione 
ha, quindi, una visione più strategica rispetto alla definizione che viene data dal 
Regolamento ISVAP del 2008.  
Le cinque componenti che costituiscono il CoSO Report sono (figura 2): 
• Ambiente di controllo; 
• Valutazione dei rischi; 
• Attività di controllo; 
• Informazione e comunicazione; 
• Monitoraggio. 
        Figura 2. Il CoSO Report. 
               
Fonte: Coopers & Librand, “Il sistema di controllo interno, Progetto Corporate Governance per 
l’Italia”, Il Sole 24 Ore, 1997. 
 
Esse sono strettamente integrate e connesse con le procedure gestionali 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
25 Confronta Coopers & Lybrand, “Il Sistema di Controllo Interno: la definizione del CoSO”, 
Auditing, Milano, Il Sole 24 ORE, 1998.  
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dell’impresa e sono rappresentate in forma piramidale, come possiamo osservare 
dalla Figura 1. L’ambiente di controllo viene individuato come elemento di 
sostegno e il complesso dei meccanismi impiegati per verificare la gestione 
aziendale sono efficaci solo se inclusi in un ambiente che favorisce 
l’applicazione e l’aderenza a procedure e politiche, volte al rispetto delle leggi e 
dei regolamenti in vigore.26 
E’ stato, poi, ritenuto necessario passare dalla figura a “piramide” ad una figura a 
“cubo” tridimensionale (figura 3), per poter in questo modo identificare delle 
relazioni e dei rapporti fra gli obiettivi del controllo e le componenti, oppure fra 
gli output del procedimento e ciò che serve per poterli eseguire.  
Figura 3. Il CoSO Report tridimensionale. 
                                 
Fonte: Committee of Sponsoring Organizations. 
 
Nella seconda figura sono presenti: 
- i tre obiettivi da perseguire, efficacia delle attività operative, attendibilità 
delle informazioni di bilancio, conformità alle norme, che sono introdotte 
nelle colonne verticali del cubo; 
- i cinque elementi del sistema di controllo interno raffigurati dalle righe 
orizzontali; 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
26 Confronta G. D’Onza, A. Silvestri, “Internal Auditing: Corso Avanzato”, pag. 26 e ss. 
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- le unità operative o le singole attività della società, interessate dal 
controllo interno, che sono indicate nella terza dimensione della matrice. 
In sostanza ogni parte del sistema del controllo interno può partecipare al 
conseguimento degli obiettivi prefissati.27 
Il controllo interno si applica sia al complesso aziendale sia alle sue singole 
unità; questo rapporto è raffigurato nella terza dimensione, che rappresenta filiali, 
divisioni o altre unità operative, attività funzionali o singoli processi, come gli 
acquisti, la produzione e il marketing.  
In definitiva, il controllo è un processo esteso nell’organizzazione e i 
procedimenti che permettono di svolgere l’attività di controllo devono essere 
esaminati e verificati nelle differenti parti dell’impresa. 
Come già detto in precedenza, gli elementi del CoSO report sono cinque, 
analizziamo ciascuno nel dettaglio. 
Ambiente di controllo: è formato da una serie di elementi come l’integrità, i 
valori etici, la competenza del personale; la filosofia e lo stile di direzione del 
management; le norme di delega delle responsabilità, la struttura organizzativa e 
le politiche di gestione delle risorse umane; l’influenza del Consiglio di 
Amministrazione o dell’audit committee. E’ una componente che da una parte 
rappresenta la base, ossia elemento su cui tutto si fonda, dall’altra parte, invece, 
risulta intangibile e difficilmente riscontrabile a posteriori, mentre è molto 
concreto nel durante.28 
Le Funzioni Aziendali all’interno di tale contesto devono: 
− formalizzare i processi interni, attraverso la fissazione di ruoli e mansioni 
per il corretto svolgimento delle responsabilità assegnate; 
− definire i limiti operativi chiari e riscontrabili, insieme ad un sistema di 
deleghe di potere articolato; 
− delineare un sistema di comunicazione interna, precisando i destinatari e i 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
27 Confronta Protiviti, “Guide to Enterprise Risk Management – Frequently asked questions”, 
2006. 
28 Confronta E. Parretta, “Controllo interno e assicurazioni. L’attività dell’internal auditor nel 
sistema di governance delle imprese assicuratrici”, op. cit., pag. 36. 
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tempi necessari. 
La storia e la cultura aziendale influenzano l’ambiente di controllo ed hanno un 
impatto anche sulla sensibilità del personale, che dovrebbe essere scelto e 
selezionato secondo elevate capacità e competenze.29 Infine, è necessario che 
ogni azienda cerchi di sviluppare uno spirito d’integrità e d’impegno nelle attività 
di controllo. Il management e il Consiglio di Amministrazione devono rispettare 
le politiche, le procedure adottate e il codice etico in modo tale da favorire così 
l’adesione ai valori dell’organizzazione e la collaborazione al raggiungimento 
degli obiettivi. Gli amministratori devono, in sintesi, fornire il “buon esempio” 
per i dipendenti. 
All’interno della scheda di valutazione dell’ambiente di controllo, i punti da 
esaminare possono essere integrità e valori etici, competenza del personale, ruolo 
del Consiglio di Amministrazione o audit committee, filosofia e stile di 
direzione, struttura organizzativa, responsabilità e risorse umane. 
Valutazione dei rischi: si intende l’insieme delle attività di identificazione30, 
quantificazione, allocazione e classificazione dei rischi. In pratica vengono 
identificati i rischi, ossia gli eventi dannosi che possono provocare effetti 
negativi inattesi e, dopo, viene definita la probabilità del verificarsi di tale 
evento, ciascun rischio viene poi gestito dal responsabile di un’area aziendale a 
cui è affidato. Quest’ultima fase è fondamentale per l’intera struttura, poiché una 
sua parziale o totale assenza potrebbe pregiudicare la tenuta della società. 
Nella scheda di valutazione riguardante gli obiettivi e rischi, i punti da dover 
analizzare sono gli obiettivi generali dell’impresa e anche quelli specifici per 
ogni attività, i rischi e la gestione dei cambiamenti. 
Attività di controllo: è formata dall’insieme delle regole e degli strumenti che 
sono utilizzati dalle Funzioni Aziendali per svolgere un corretto ed idoneo 
processo di controllo e di governo delle attività. Per evitare il manifestarsi di 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
29 Confronta L. Nitoglia, “L’ambiente di controllo secondo il CoSO Report: confronto con altre 
fonti”, Auditing, 2002.	  
30 Confronta Coopers & Librand, “Il sistema di controllo interno, Progetto Corporate 
Governance per l’Italia”, Il Sole 24 ORE Libri, Milano, 1997, pag. 31. 
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conflitti di interesse è necessario separare le funzioni di controllo da quelle che si 
occupano del “business” vero e proprio, attraverso anche il ricorso alla 
segregazione ed a meccanismi di disclosure e salvaguardia. E’ importante 
precisare che i controlli devono essere ritagliati sulla specifica realtà aziendale. 
Le attività di controllo possono essere distinte secondo diversi criteri. Se 
l’attenzione è focalizzata sugli aspetti tecnici del rischio che si va a limitare, le 
attività atte a diminuire i rischi si definiscono di “prevenzione”, se finalizzate a 
ridurre le probabilità di accadimento dell’evento temuto, e di “protezione” nel 
caso in cui mirino a diminuire l’impatto economico negativo dell’evento stesso.31 
Si possono distinguere anche in base alla loro ampiezza: controllo di primo, di 
secondo e di terzo livello. I controlli di primo livello si concentrano su una 
transazione e spesso sono eseguiti da personale non direttivo, i controlli di 
secondo livello, invece, si focalizzano su più transazioni e quelli di terzo livello 
esprimono un giudizio più articolato su un’area.  
Il controllo ha l’obiettivo, quindi, di limitare i rischi, operando per ridurli alla 
soglia di accettabilità oppure per creare valore. 
Per quanto riguarda l’attività di controllo ciò che è necessario andare ad 
analizzare nella scheda di riferimento sono l’esistenza di procedure e l’attuazione 
dei controlli. 
Informazione e comunicazione: consiste nell’insieme dei meccanismi volti a 
identificare, raccogliere e diffondere le informazioni attinenti nella forma e nei 
tempi che permettono a ciascuna Funzione Aziendale di svolgere le proprie 
responsabilità in maniera adeguata.32 Esistono obblighi che sono stati imposti 
dalle disposizioni di legge e dalla normativa interna e devono essere rispettati.  
I mezzi comunicativi a disposizione per trasmettere le informazioni possono 
essere molteplici: manuali, informative, videomessaggi, riunioni, intranet 
aziendali e attività di formazione. 
Monitoraggio: questo elemento viene posto in cima alla piramide perché 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
31 Confronta A. Floreani, “Introduzione al risk management. Un approccio integrato alla 
gestione dei rischi aziendali”, ETAS, Milano, 2005, pag. 147. 
32 Confronta KPMG, “Corporate Governance – Guida pratica al controllo interno”, 2001. 
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permette la valutazione del sistema dei controlli interni. Si basa sulle regolari 
attività che consentono all’azienda di garantire un corretto procedimento, una 
valutazione critica sui controlli, riguardo sia all’aspetto dei costi-benefici che ai 
tempi e ai modi con cui vengono adottati gli opportuni rimedi dopo aver 
riscontrato delle anomalie.  
L’esecuzione di tale attività viene attribuita, direttamente o indirettamente, al 
vertice aziendale; possono essere utilizzati appositi reparti, come l’Internal 
Auditing o anche avvalersi di forme interne o esterne, per esempio fare eseguire 
delle autovalutazioni ai responsabili oppure attraverso la tenuta del registro dei 
reclami. All’interno di quest’aspetto è necessario eseguire un monitoraggio 
continuo, effettuare delle valutazioni periodiche ed analizzare le segnalazioni 
delle disfunzioni. 
Il CoSO report ha rappresentato un fondamento per gli studi riguardanti i 
controlli interni e la Corporate Governance.  
La continua crescita dell’incertezza che caratterizza la società moderna ha però 
giustificato il ricorso a metodologie sempre più avanzate e ricercate di gestione 
integrata e sistematica dei rischi d’impresa. Per questo è stato proposto, nel 2004 
dal Committee of Sponsoring Organization33 of the Treadway Commission, 
un’evoluzione del modello CoSO report, ossia l’Enterprise Risk Management-
Integrated Framework, per rafforzare e consolidare il concetto che il sistema di 
controllo interno coinvolge e deve interessare tutta l’azienda.  
Il CoSO definisce l’ERM come un processo governato dall’Organo 
Amministrativo e dal Management, che coinvolge l’intero personale 
dell’impresa. Questo processo delinea le modalità di una virtuosa gestione del 
rischio con lo scopo di indentificare gli eventi potenziali che possono influenzare 
l’operatività aziendale, di mantenere il rischio entro i limiti tolleranti 
dell’azienda, nonché di fornire ragionevole assicurazione riguardo al 
raggiungimento degli obbiettivi.  
La definizione data all’ERM è generale, soggetta ad ampia applicazione, 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
33 Confronta Committee of Sponsoring Organization of the Treadway Commission, “Enterprise 
Risk Management-Integrated Framework - CoSO”, New York, 2004. 
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comprendente i concetti chiave per avviare una gestione del rischio integrata. 
L’esecuzione di tale processo porta all’impresa benefici nella gestione del rischio 
e anche nello sviluppo delle politiche gestionali in quanto crea valore e protegge 
il patrimonio dell’azienda mediante la minimizzazione di eventi inattesi, 
individuando e gestendo in maniera adeguata i rischi delle diverse aree 
organizzative, cogliendo le opportunità di business e razionalizzando il 
fabbisogno di capitale. 
L’Enterprise Risk Management coinvolge il Consiglio di Amministrazione, il 
Management e tutti i dipendenti della società. Si realizza dalla fase strategico-
decisionale, che è continuamente impegnata nell’identificazione, nella 
valutazione e nell’approntamento delle più convenienti ed idonee misurazioni dei 
rischi.34 
Con l’ERM si passa da cinque a otto componenti (figura 4), trova supporto negli 
elementi caratteristici del CoSO Report del 1992 e in sintesi mostra le fasi in cui 
si manifesta il processo di Risk Management legandolo più chiaramente alla 
mission aziendale e agli obiettivi prefissati.      
Figura 4. Il modello ERM. 
    
Fonte: CoSO (Committee of Sponsoring Organizations of the Treadway Commission). 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
34 Confronta I.I.A., Pricewaterhouse, “La gestione del rischio aziendale. ERM – Enterprise Risk 
Management: un modello di riferimento e alcune tecniche applicative”, il Sole 24 ORE, Milano, 
2006, pag. 2.	  
  
	  
27	  
1.4 Le caratteristiche dell’ERM. 
L’ERM ha una stretta connessione con la gestione strategica dell’organizzazione 
poiché l’evoluzione di un’attività di individuazione, gestione e valutazione dei 
rischi che prende in considerazione l’intera struttura aziendale permette di: 
− supportare l’attività di programmazione tramite un’attenta valutazione 
strategica; 
− adeguare le tecniche aziendali alla propensione al rischio (risk appetite) 
che hanno il top management e gli amministratori; 
− ottenere la consapevolezza del rischio associabile all’alternativa strategica 
selezionata e precisare le attività di gestione per cercare di ridurre il 
rischio entro i livelli tollerabili (risk tollerance);  
− incrementare e ottimizzare l’efficienza dell’allocazione delle risorse tra le 
differenti unità aziendali;  
− analizzare la performance dell’azienda soffermandosi anche su i 
cambiamenti che si riferiscono all’esposizione al  rischio dell’impresa. 
Per quanto riguarda il rapporto tra attività di Risk Management ed il controllo 
interno, quest’ultimo viene preso in considerazione nel documento come una 
parte del sistema di gestione del rischio, in quanto questi controlli delineano dei 
procedimenti per contrastare ed affrontare eventi contrari all’economicità della 
gestione, all’efficienza dei processi operativi e all’adeguatezza dei flussi 
informativi. Comunque il sistema di controllo interno non deve essere compreso 
solamente come una modalità di gestione di determinati rischi, ma può essere 
considerato e sviluppato come componente che conduce la struttura verso il 
perseguimento dei propri obiettivi e, contemporaneamente, consente di 
indentificare delle opportunità di successo sotto l’aspetto competitivo, sociale e 
reddituale. 
Il management delinea gli obiettivi che fanno parte della mission aziendale e che 
possono essere identificati nelle quattro macro-categorie seguenti:35 
§ obiettivi strategici: di natura generale e circoscritti a livelli più elevati 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
35 Confronta P.Traso, “Enterprise Risk Management nelle imprese assicurative”. 
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della struttura organizzativa, allineati e a supporto della mission aziendale; 
§ obiettivi operativi: tesi a individuare un impiego efficace ed efficiente 
delle risorse aziendali utilizzate all’interno delle singole unità operative 
dell’impresa; 
§ obiettivi di reporting: si focalizzano sull’affidabilità delle informazioni e 
dei dati forniti dal reporting;  
§ obiettivi di conformità: prevedono l’osservanza delle normative e dei 
regolamenti in vigore. 
Un compito importante del management è di verificare l’omogeneità e 
l’uniformità degli obiettivi preposti con il rischio accettabile prefissato, poiché 
eventuali non conformità e disallineamenti potrebbero significare un’eccedenza o 
una mancanza nell’assunzione dei rischi da parte dell’impresa.36 
Il rischio accettabile rappresenta un principio fondamentale per la formulazione 
delle strategie e può essere espresso come bilanciamento tra crescita, rischio e 
profittabilità; è evidente, quindi, che il rischio accettabile e la strategia sono 
strettamente connessi, sia geneticamente che funzionalmente. 
L’ERM è composto da otto elementi interconnessi tra loro e sono: 
• ambiente interno; 
• definizione degli obbiettivi; 
• identificazione degli eventi; 
• valutazione del rischio; 
• risposta al rischio; 
• attività di controllo; 
• informazioni e comunicazione; 
• monitoraggio. 
Ambiente interno: rappresenta l’elemento principale per l’adeguata gestione del 
rischio aziendale. L’attività di Risk Management si sviluppa all’interno di un 
ambito che deve favorire l’espansione di tale attività ai diversi livelli della 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
36 Confronta A. Floreani, “Introduzione al Risk Management. Un approccio integrato alla 
gestione dei rischi aziendali”, op. cit. 
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struttura organizzativa perfezionando e ottimizzando i risultati raggiunti con 
l’obiettivo di migliorare e potenziare i procedimenti della gestione strategica e 
dell’attività di controllo interno. In mancanza di un ambiente interno consapevole 
dell’importanza di avviare dei processi di Risk Management, quest’attività può 
essere considerata a “scarso valore aggiunto” e di scarsa rilevanza e consistenza 
per le scelte del management. 
Vengono, pertanto, determinati i modi con cui il rischio è analizzato e 
fronteggiato da tutti i soggetti che operano all’interno dell’azienda; deve essere 
considerata anche la filosofia, la gestione del rischio e i livelli di rischio 
accettabile. Altre componenti dell’ambiente interno sono l’integrità e i valori 
etici, le competenze del personale, la struttura organizzativa adeguata alla 
complessità gestionale, i sistemi di deleghe dei poteri e di attribuzione delle 
responsabilità, gli stili di leadership dell’Alta Direzione, l’efficacia dell’attività di 
audit interno e la cultura organizzativa.  
Definizione degli obiettivi: questa fase nell’ERM presenta degli aspetti differenti 
rispetto a quanto dettato nel CoSO report, infatti, essa è considerata come una 
parte autonoma e indipendente del modello che precede la fase del 
riconoscimento dalle attività di identificazione e valutazione dei rischi, che 
possono potenzialmente pregiudicare il conseguimento degli obbiettivi 
determinati. E’ evidente, quindi, che il rischio sarà più grave quando impatta su 
un numero di obiettivi maggiore, di conseguenza sarà più elevato anche lo 
scostamento negativo rispetto ad un determinato obiettivo. 
Identificazione degli eventi: il management dovrà individuare gli eventi interni 
ed esterni che possono influire sul perseguimento degli obiettivi prefissati, 
cercando di distinguere tra rischio e opportunità; a seconda di ciò che viene 
rilevato, il top management potrebbe riconsiderare le strategie e anche gli 
obiettivi predefiniti in precedenza.  
L’identificazione dei rischi è indirizzata all’individuazione del complesso degli 
eventi che possono impattare sull’efficacia, sull’efficienza e sull’economicità 
delle operazioni o dei procedimenti informativi oppure sulla conformità 
riguardante la normativa o altri obiettivi accertati. 
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Un punto di debolezza di questa fase è riscontrabile nella possibilità che non 
siano rilevati degli eventi sfavorevoli che possono avere un’influenza 
significativa sull’economicità dell’attività di gestione oppure la possibilità di non 
individuare opportunità presenti nello scenario competitivo o punti di forza non 
pienamente sfruttati.  
Per facilitare l’identificazione dei rischi e delle opportunità per il management e 
il personale dell’azienda sono utilizzate varie tecniche: il catalogo degli eventi, i 
workshop, i questionari, le analisi del flusso del processo, gli indicatori di 
critiche /opportunità potenziali, il diagramma causa-effetto. 
Valutazione del rischio: qui assumono massimo rilievo le professionalità dei 
responsabili dei rischi, l’unità di linguaggio, la prededuzione delle conseguenze 
future potenziali, l’evoluzione nel processo di identificazione e di chiarimento 
delle fonti che li originano e della misurazione dei rischi e delle opportunità. 37 
In pratica in questo punto dell’ERM sono analizzati i rischi in base alla 
probabilità di verificarsi e all’impatto che possono avere sugli obiettivi prefissati 
dell’azienda. 
La valutazione di questi eventi viene eseguita con riferimento al rischio inerente, 
che si riferisce al rischio assunto dall’impresa in assenza di interventi del 
management, e al rischio residuale, che si riferisce al rischio dopo aver attuato 
interventi per ridurlo da parte del management. 
Per stimare la probabilità e l’impatto si utilizzano due metodi, uno di tipo 
qualitativo e l’altro quantitativo. Il primo viene impiegato dal management che 
deve valutare i rischi non quantificabili o per i quali non si hanno dati storici 
oppure se la ricerca dei dati è molto onerosa; se invece sono disponibili 
determinati dati riferiti al passato, ampi e sufficienti, allora viene preso in 
considerazione il metodo quantitativo; quest’ultimo affianca comunque la stima 
qualitativa per renderla meno soggettiva e discrezionale.38 E’ necessario, inoltre, 
definire una scala di misurazione della probabilità e dell’impatto dei rischi.  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
37 Confronta L. Selleri “L’impresa e il rischio. Introduzione all’Enterprise Risk Management”, 
op. cit. 
38 Confronta A. Borghesi, “La gestione dei rischi”, Cedam, Padova, 1985. 
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Un esempio può essere rappresentato dalla tabella 1. 
 
Tabella 1. Scala di misurazione della probabilità e dell’impatto dei rischi. 
PROBABILITA’ IMPATTO 
1= raro	   1= trascurabile	  
2= improbabile	   2= basso	  
3= moderato	   3= medio	  
4= probabile	   4= alto	  
5= molto probabile	   5= estremo	  
Fonte: G. D’Onza, A. Silvestri, “Internal Auditing: corso avanzato”, pag. 49. 
 
Naturalmente le tecniche qualitative, anche se accompagnate da quelle 
quantitative, saranno caratterizzate da un certo grado di soggettività da parte del 
soggetto che le utilizza; per ridurre questo elemento potranno essere utilizzati dei 
driver sulla base dei quali poter stimare la probabilità del verificarsi dell’evento e 
il relativo impatto.  
Se questi driver sono molteplici, allora potranno essere definiti dei fattori di 
ponderazione per meglio affinare l’analisi.  
Questi driver devono essere definiti a seconda dello scopo dell’attività di risk 
assessment e dalle caratteristiche gestionali del processo/funzione oggetto della 
valutazione.  
I driver che potrebbero essere presi in considerazione, per esempio con 
riferimento alla fase di approvvigionamento di una qualsiasi azienda, sono:  
- livello di automazione delle varie fasi del processo di 
approvvigionamento; 
- numerosità e diversificazione geografica dei fornitori; 
- ritardi medi nelle operazioni di approvvigionamento; 
- grado di sostituibilità delle materie prime; 
- caratteristiche merceologiche del fattore produttivo. 
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Tramite il rapporto tra la probabilità dell’evento e il suo impatto, il manager 
riesce a valutare la gravità di ciascun fattore di rischio e collocarlo in una delle 
aree della matrice di significatività del rischio. 
 
Tabella 2. Matrice di significatività del rischio. 
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Figura 7: La matrice di significatività del rischio 
Impatto 
Probabilità Trascurabile Basso Medio Alto Estremo 
Molto 
probabile 
Probabile 
Moderato 
 
Improbabile 
Raro 
 
Rischi alti    Rischi bassi    
Rischi medi  
Questa matrice può essere utilizzata sia dai manager che dagli auditor per differenti finalità: 
1. definire la rischiosità inerente a livello complessivo di processo/funzione in modo da 
pervenire attraverso varie aggregazioni alla definizione del rischio a livello aziendale; 
2. individuare le prorità di intervento ai fini della formulazione della strategia di risk 
management; 
3. definire le aree da inserire nel piano di audit; 
4. stabilire gli aspetti da analizzare più approfonditamente nel corso degli interventi di 
auditing.   
2.5) Il sistema di gestione del rischio (risk management) 
Il sistema di risk management comprende tutte le attività che l azienda pone in essere allo scopo di 
ridurre i rischi lordi entro il livello tollerabile. Alcuni esempi di attività di gestione dei rischi sono la 
stipula di contratti assicurativi per la copertura dei rischi di furto e incendio, gli strumenti finanziari per 
il controllo dei rischi di cambio, i piani di disaster recovery, ecc. 
La casistica delle azioni di gestione del rischio è assai ampia e nel framework si individuano 
quattro principali modalità di risposta al rischio: evitare; condividere, ridurre ed accettare.  
Nel sistema di risk management si fanno rientrare anche quelle attività di controllo interno, che 
sono state costituite allo scopo di ridurre il rischio e fornire la ragionevole sicurezza di un efficace ed 
economico svolgimento delle operazioni, della salvaguarda del patrimonio aziendale, dell efficacia 
delle informazioni, del rispetto delle leggi e dei regolamenti.  
 
Fonte: G. D’Onza, A. Silvestri, “Internal Auditing: corso avanzato”, pag. 51. 
 
Questa matrice può essere utilizzata sia dai manager che dagli auditor per 
differenti finalità: 39 
§ definire l  rischiosità inerente a livello complessivo di processo/funzione 
in mo o da  pervenire attravers  varie aggregazioni alla definizione del 
rischio a livello aziendale;  
§ individuare le priorità di intervento ai fini della formulazione della 
strategia di Risk Management;  
§ definire le aree da inserire nel piano di audit;  
§ stabilire gli aspetti da analizzare più approfonditamente nel corso degli 
interventi di audit ng.  
Risposta al rischio: il management sceglie le risposte al rischio, che dipendono 
dai risultati conseguiti dalla valutazione effettuata, determinando interventi per 
allineare i rischi emersi con i livelli di tolleranza al rischio e di rischio 
accettabile.  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
39 Confronta G. D’Onza, A. Silvestri “ Internal Auditing: corso avanzato”, op. cit., pag. 51. 
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I rischi possono essere:40 
- evitati (risk avoidance), la strategia operativa comporta l’esclusione di 
qualsiasi accettazione del rischio, anche se temporanea; 
- ridimensionati (risk reduction), comprende sia la prevenzione che il 
controllo delle perdite derivanti dal rischio preso in considerazione; 
- trasferiti (risk transfer), comporta il trasferimento del rischio da un 
soggetto che non è disposto a farsene carico ad un altro che invece intende 
sopportarlo; 
- ritenuti (risk retention), le tecniche di ritenzione sono le più impiegate, in 
quanto non è previsto un trasferimento totale dei rischi a cui è esposta 
l’impresa, ma si accetta il rischio in mancanza di una gestione espressa del 
medesimo.41 Se si applica questa tecnica significa, inoltre, che il rischio 
preso in considerazione è di minimo rilievo oppure che non è appropriato 
l’utilizzo di altre modalità. E’ da notare che la ritenzione del rischio può 
derivare anche da una scarsa diligenza della stessa impresa; 
- condivisi (risk sharing), si colloca tra il trasferimento e la ritenzione, lo 
strumento tipico utilizzato consiste nella creazione di un nuovo soggetto 
giuridico società, partecipato da diverse imprese con ripartizione dei rischi 
e delle perdite. 
Infine, possiamo trovare anche i risk owners, se si considera un’ottica di gestione 
integrata; questi sono investiti della mansione di stabilire i metodi essenziali per 
eseguire le strategie riguardanti la gestione del rischio stabilite dall’Alta 
Direzione, devono, poi, creare i processi connessi a tale gestione e cercare di 
favorire il reporting conseguente. 
Attività di controllo: in questa fase è necessario verificare e assicurare che le 
risposte al rischio siano eseguite in maniera adeguata ed efficace, questo viene 
posto in essere attraverso la definizione e la realizzazione di politiche e di 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
40 Confronta S. Berretta, “Valutazione dei rischi e controllo interno”, Università Bocconi, 
Milano, 2004, pag. 24 e ss. 
41	   A. Coviello, “Il governo dei rischi di impresa. Il Risk Management tra prevenzione e 
trasferimento assicurativo”, Giappichelli, Torino, 2005, pag. 92. 
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procedure; inoltre, in questa parte dell’ERM si comprendono quelle attività che 
hanno l’obiettivo di diminuire il rischio e di fornire la sicurezza di un esecuzione 
efficace, efficiente ed economica delle operazioni, della salvaguardia del 
patrimonio dell’impresa, dell'adeguatezza delle informazioni, della conformità e 
del rispetto delle norme e dei regolamenti vigenti.  
Per esempio attività di controllo interno possono essere: 
• Controlli direzionali: consistono nel confronto della performance 
realizzata/prevista, nell’analisi di report di eccezione e nell’autorizzazione 
delle operazioni. 
• Controlli di linea: manuali (inventari, riconciliazioni) o automatici (check 
digit), preventivi (concomitanti o successivi), svolte in base a procedure o 
nella prassi. 
• Controlli sui sistemi informativi: consistono nei controlli generali 
(infrastruttura IT, gestione della sicurezza, acquisizione, sviluppo e 
manutenzione dei software) e nei controlli applicativi (verifiche di 
validità, di accuratezza e completezza dei dati).  
Informazioni e comunicazione: a questo punto dell’ERM, le informazioni 
pertinenti devono essere identificate, raccolte e diffuse nella forma e nei tempi 
che permettano ai dipendenti dell’impresa di eseguire correttamente e 
regolarmente le proprie responsabilità e mansioni.  
In pratica si devono attivare comunicazioni efficaci, in modo tale che queste 
fluiscano per l’intera struttura dell’azienda: verso il basso, verso l’alto o 
trasversalmente. 
Nell’eseguire l’attività di auditing il revisore dovrà verificare se: 
1- le informazioni di cui il management si avvale, sono rilevanti per quanto 
riguarda le responsabilità e i processi che utilizza per prendere le 
decisioni;  
2- le informazioni di cui dispone sono effettivamente utili per identificare un 
completo ed esauriente complesso di rischi/opportunità;  
3- l'individuazione delle informazioni riguardo ai rischi/opportunità vengono 
trasferiti ai livelli decisionali in tempo utile;  
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4- le informazioni che vengono impiegate dal management sono complete e 
accurate. 
Monitoraggio: è necessario impostare un’attività di monitoraggio di Risk 
Management in quanto i rischi e le opportunità si possono modificare durante il 
tempo per le trasformazioni che si verificano a livello ambientale o competitivo 
oppure a causa di eventi interni all’azienda.  
Per questo, l’intero processo di gestione dei rischi, dove necessario, deve essere 
aggiornato.  
Il monitoraggio si concretizza in interventi continui integrati nello svolgimento 
della normale attività operativa aziendale oppure in valutazioni separate, infine, 
c’è anche l’opzione di una combinazione dei due metodi.  
Una particolare tecnica di valutazione periodica è il CRSA, control risk self 
assessment, che consiste nell’autovalutazione eseguita dal management e parte 
del personale dell’organizzazione che identifica e valuta i rischi ed i controlli 
associati ad una particolare zona aziendale per consentire la definizione dei piani 
di azione utili per il raggiungimento degli obiettivi aziendali.42 
Soffermandoci, infine, sull’analizzare nel dettaglio l’ERM nelle imprese 
assicurative possiamo prima di tutto dire che anch’esse sono esposte a incertezza. 
Il compito del management è di determinare il livello accettabile del rischio per 
l’impresa e sotto l’aspetto di massimizzazione dell’obiettivo deve individuare, 
valutare e trarre benefici dalle opportunità che si creano, individuare e contenere 
le perdite e i costi dovuti al verificarsi dei rischi.  
Queste sono le basi sulle quali si fonda l’Enterprise Risk Management nelle 
assicurazioni, il Consiglio di Amministrazione decide gli obiettivi e le strategie; 
nella fase di determinazione delle strategie da adottare, che sono finalizzate al 
raggiungimento degli obiettivi prefissati, il management e il personale che si 
occupa dell’esecuzione dei procedimenti di gestione, individuano i rischi che 
possono ostacolare la realizzazione della mission aziendale ed eseguono la 
valutazione e la gestione dei rischi per limitarli entro il livello di tolleranza 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
42 Confronta M. Allegrini, G. D’Onza, “Il CRSA in Italia: i casi Hdp, IBM Italia e Pirelli”, 
Rivista di Internal Auditing, 2003. 
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accettabile.43 
Nel regolamento ISVAP n. 20 del 2008 viene definito un procedimento che fa 
riferimento a valutazioni sia di tipo qualitativo che quantitativo, che tengono 
conto anche delle valutazioni riguardanti le relazioni tra rischi e al possibile 
raggruppamento; includendo anche metodologie di calcolo della misura della 
massima perdita potenziale (Var).  
L’obiettivo della compagnia è comunque quello di cercare di raggiungere delle 
certezze sulla natura dei rischi, nel contesto soprattutto di eventuali perdite o 
opportunità. 
Un aspetto fondamentale che deve essere presente nell’individuazione, nella 
valutazione e nella gestione del rischio è il carattere della continuità, in modo tale 
da poter rilevare sia le novità riguardanti il mercato e quindi i relativi 
cambiamenti, sia la possibilità di manifestazione di nuovi rischi. Per esempio ciò 
può accadere nel momento in cui viene offerto un nuovo prodotto. 
Nelle fasi successive della gestione del rischio, invece, è necessario dare 
un’ottica integrata alle attività e passività considerate, tenendo presente che 
modelli di asset e liability management sono fondamentali per eseguire una 
gestione efficiente del rischio, causato da un disequilibrio tra attività e passività. 
L’articolo 20 del Regolamento del 2008 consente l’utilizzo di stress test per 
effettuare delle valutazioni prospettiche di tipo quantitativo, ciò può essere fatto 
ad ogni fonte di rischio che è stata individuata e anche ritenuta rilevante 
dall’impresa. 
Questi test vengono utilizzati per valutare in maniera adeguata l’impatto che gli 
eventuali andamenti sfavorevoli, legati ai fattori di rischio, possono avere sulla 
situazione finanziaria ed economica della compagnia di assicurazione. Essi, 
inoltre, si basano su modelli deterministici o stocastici.44 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
43 Confronta L. Selleri, “L’impresa e il rischio. Introduzione all’Enterprise Risk Management”, 
op.cit., pag. 245. 
44 Confronta M. Bellon, “Stress testing: strumenti applicativi a supporto del Risk Management 
di Compagnia”, in Atti del seminario “ll Risk Management delle aziende assicuratrici”, 
Università di Verona, Verona, 2007. 
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Gli stress utilizzati dalle imprese sono solitamente standardizzati e si basano su 
determinati fattori di rischio e requisiti, che vengono prefissati dall’Autorità di 
Vigilanza, ossia dall’IVASS. 
I risultati degli stress test vengono trasmessi al Consiglio di Amministrazione; gli 
amministratori effettuano così il controllo e procedono al miglioramento delle 
politiche di gestione del rischio, delle scelte operative e dei limiti di esposizione 
della compagnia.  
Nel caso in cui i risultati manifestano una particolare vulnerabilità, il compito 
delle imprese è quello di adottare idonee e adeguate misure di gestione dei rischi,   
che sono stati analizzati. 
Un compito fondamentale per il Risk Management è sicuramente quello di 
effettuare un’adeguata valutazione dell’efficacia degli strumenti e delle tecniche 
relative alla gestione del rischio; possono, però, verificarsi delle imprecisioni 
nelle tecniche utilizzate, dovuto da un lato a limiti presenti negli strumenti stessi 
e dall’altro all’incertezza che caratterizza il concetto di rischio. 
L’introduzione di adeguati sistemi di misurazione quantitativa è richiesta 
dall’ultima fase del controllo di gestione e di valutazione dei risultati, così da: 
supportare il processo decisionale inerente alla gestione dei rischi; misurare 
permanentemente e con tempestiva sincronia l’esposizione al rischio 
dell’impresa e delle diverse aree di business; riconoscere senza indugio rischi che 
in precedenza non erano definiti; individuare rischi che, per errori di gestione o 
carenze degli strumenti utilizzati, non erano stati completamente coperti.45 
 
 
1.5 ERM: a che punto sono le società quotate italiane? 
La KPMG46, in collaborazione con l’Osservatorio di Revisione della scuola di 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
45 Confronta A. Floreani “Il Financial Risk Management nelle imprese di assicurazioni. 
Strategie, tecniche, misurazione e controllo”, Franco Angeli, Milano, 2000. 
46 KPMG è un Network globale di società di servizi professionali, che opera in 155 paesi nel 
mondo. E’ leader a livello globale nei servizi professionali alle imprese: revisione e 
organizzazione contabile, consulenza manageriale e servizi fiscali, legali e amministrativi. 
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Direzione Aziendale dell’Università Bocconi, ha condotto un indagine intitolata 
“Corporate Governance, Enterprise Risk Management e disclosure: a che punto 
sono le società quotate italiane?”. 
Lo scopo di questa intervista è stato quello di andare ad analizzare il grado di 
diffusione e di sviluppo dell’ERM nelle società italiane. 
I punti su cui si sono maggiormente soffermati sono stati: 
• i principali driver di sviluppo dell’ERM; 
• i processi di identificazione, gestione e reporting dei rischi; 
• le implicazioni organizzative dei sistemi di Risk management;  
• i principali benefici e le possibili aree di sviluppo. 
Sono state prese in considerazione 70 rappresentanti del ramo aziendale, a vario  
titolo responsabili o interessati dai processi di Risk Management, come:   
- Amministratore Delegato, 
- Presidente del Consiglio di Amministrazione,  
- Presidente del Comitato per il controllo interno, 
-  Presidente del Collegio Sindacale, 
- Dirigente Preposto alla redazione dei documenti contabili, 
- Preposto al Controllo Interno.  
Il primo aspetto analizzato ha rilevato che numerose società italiane hanno già 
intrapreso attività di Risk Management, tuttavia, queste spesso si limitano 
solamente all’attività di risk assessment. 
I principali elementi che hanno portato o porteranno le società a introdurre un 
processo di ERM nelle società riguardano principalmente la maggior 
consapevolezza e responsabilità nel fronteggiare e gestire i rischi, seguono, poi, 
motivi legati alla protezione della reputazione della società, alla creazione di 
valore o alla riduzione di perdite, quindi tutto ciò che può creare beneficio per 
l’azienda. Scarsa influenza hanno gli obblighi normativi, diversamente dalla 
percezione diffusa.47 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
47	  Confronta KPMG, in collaborazione con Osservatorio di Revisione della SDA Bocconi, 
“Corporate Governance, Enterprise Risk Management e disclosure al mercato: a che punto sono 
le società quotate italiane?”, 2010.	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Continuando con l’indagine, è stato riscontrato che le componenti del sistema 
ERM, che vengono considerate come attività particolarmente cruciali, riguardano 
l’identificazione dei rischi, la definizione di un sistema di Governance e 
l’introduzione di una struttura di reporting.  
Il complesso delle attività di risk assessment intraprese negli ultimi anni, hanno 
consentito al management di:  
− comprendere meglio, anche dal punto di vista pratico, l’importanza del 
monitoraggio e della gestione dei rischi; 
− riflettere sull’opportunità di integrare la valutazione dei rischi nell’ambito 
dei processi strategici e di business; 
− identificare le componenti critiche del modello di Risk Management su cui 
focalizzare gli sforzi nei prossimi anni per pervenire ad un modello più 
integrato. 
Le società che hanno eseguito delle azioni rilevanti per avviare dei procedimenti 
di identificazione e valutazione dei rischi e, quindi, tutto ciò che comporta la 
gestione del rischio, sono un numero abbastanza elevato. E’ stato notato che 
complessivamente la maggior parte degli intervistati hanno cominciato ad 
eseguire progetti in tale direzione, anche se c’è la presenza di società che si 
trovano ancora nelle fasi iniziali di implementazione del processo dell’ERM. 
Analizzando il portafoglio dei rischi risulta che le preoccupazioni principali del 
management italiano risiedono nei rischi di mercato, di credito e reputazionale, 
questo probabilmente è anche dovuto all’attuale situazione economica. Minor 
importanza viene data ai rischi legati al terrorismo, ai cambiamenti climatici, alla 
criminalità e sicurezza e alle calamità naturali.  
Dall’indagine viene anche mostrato che nessun fattore di rischio è considerato 
del tutto trascurabile per poter realizzare gli obbiettivi che vengono fissati 
dall’azienda e, anche, che nessun fattore di rischio si contraddistingue per 
l’elevato livello di severità, in base alla percezione del management. 
Un dato da tener ben presente è che il 90% delle società rispondenti ha eseguito, 
almeno una volta, il proprio risk assessment.  
Un altro aspetto importante riguarda il fatto che il 25% del campione osservato 
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esegue la mappatura dei rischi trimestralmente e un altro 42%, sistematicamente, 
su base almeno annuale, invece, l’ulteriore 24% compie la mappatura dei rischi 
solo quando necessario; si ottiene così una conferma sull’importanza che le 
società quotate attribuiscono a questo processo in una situazione economica 
contraddistinta da frequenti e notevoli mutamenti e dal manifestarsi di nuovi e 
differenti tipi di rischio, ossia i cosiddetti rischi emergenti. 
Il modello di gestione del rischio più sviluppato nell’ambiente italiano, con una 
percentuale del 68%, prevede la centralizzazione delle politiche di Risk 
Management e il decentramento della gestione operativa coerentemente con gli 
indirizzi strategici. Solo il 5% delle politiche di Risk Management sono definite, 
attuate e gestite autonomamente dalle singole aree aziendali senza coinvolgere il 
vertice dell’impresa.  
Meno del 50% delle società quotate rispondenti ha identificato un soggetto o una 
funzione responsabile del processo di gestione dei rischi. Mentre molte società 
stanno ancora valutando e scegliendo a quale funzione interna attribuire 
l’importante responsabilità dell’ERM.48 
Nonostante, nel corso degli anni sia aumentata la pressione normativa relativa ad 
una più ampia ed efficace disclosure al mercato, riguardante l’attività di Risk 
Management, il vertice delle società italiane è poco propenso a divulgare 
informazioni e dati di tipo quantitativo o a rendere noto l’assetto organizzativo 
definito per la gestione dei rischi; viceversa è più favorevole a diffondere 
informazioni sulle politiche strategiche di Risk Management e sulle tipologie di 
rischio. Da tenere presente che per rischi come quello reputazionale e 
regolamentare è difficile poter fornire un’adeguata disclosure al mercato. 
Nel contesto italiano le tecniche di tipo qualitativo superano di poco quelle di 
tipo quantitativo, questo potrebbe anche dipendere dal fatto che nel campione di 
società considerate nell’intervista la maggior parte risulta operare nel settore 
finanziario. 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
48 Confronta KPMG, in collaborazione con Osservatorio di Revisione della SDA Bocconi, 
“Corporate Governance, Enterprise Risk Management e disclosure al mercato: a che punto sono 
le società quotate italiane?”, 2010. 
  
	  
41	  
Poco più della metà delle aziende hanno già provveduto a definire formalmente 
un processo di ERM, mentre la maggior parte delle restanti afferma di ritenere 
essenziale l'inizio di un’attività in tal senso. 
I benefici dell’ERM sono reali e in alcuni casi misurabili. Le società rispondenti 
indicano tra i principali benefici: 
Ø la creazione di valore: 
Ø la protezione della reputazione. 
Il grafico seguente (grafico 1) mostra come si evolveranno i piani di investimento  
societari, considerando diverse componenti del processo dell’ERM. 
 
Grafico 1. I piani di investimento societario. 
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Da questa indagine possiamo affermare che un aspetto fondamentale è 
sicuramente il fatto che viene riconosciuta una notevole importanza alla gestione 
del rischio, anche se si è notato che le società italiane sono ancora all’inizio per 
quanto riguarda l’adozione di modelli avanzati di Risk Management. Le 
motivazioni alla base della diffusione di procedimenti collegati a tale attività 
sono connesse alle scelte di business per poter fronteggiare i rischi e tradurli, 
eventualmente, in opportunità o vantaggi competitivi. 
Finalmente non si tratta più solo di una strumentazione vista in chiave difensiva, 
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infatti, i manager interpellati hanno delineato il profilo di una funzione che è 
indispensabile per indirizzare i processi decisionali e di pianificazione strategica 
delle imprese. Il Risk Management viene, quindi, considerato come fattore 
chiave per sostenere le aziende nella propria crescita e questo risulta un 
importante consapevolezza da parte delle aziende. 
Ciò che viene mostrato chiaramente dai risultati dell’indagine è che si inizia a 
percepire una importanza per il processo direzionale di Risk Management che 
deve essere correttamente ed adeguatamente sviluppato e implementato, tutto 
questo permette alle aziende di creare valore, quindi di raggiungere quello che è 
sempre stato l’obbiettivo cardine dell’azienda. Questo può essere fatto non solo 
attraverso la riduzione dei costi, la stabilizzazione dei risultati, la riduzione della 
volatilità, ma anche conservando e migliorando la propria reputazione sul 
mercato. Si stratta di contribuire a creare una nuova cultura organizzativa, 
proiettata verso processi di crescita sostenibile. 
Sicuramente, una delle sfide più importanti riguarda non solo l’effettiva 
implementazione dell’ERM, ma anche la disponibilità di modelli di misurazione 
del valore creato. È dunque necessario che le aziende realizzino sistemi di 
identificazione, assessment, gestione e monitoraggio dei rischi che si estendano a 
tutte le aree ed i processi aziendali dove risiedono potenzialmente i rischi stessi.  
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CAPITOLO 2 
 
I CONTROLLI DI SECONDO LIVELLO NELLE IMPRESE 
ASSICURATIVE: LE FUNZIONI DI RISK MANAGEMENT E DI 
COMPLIANCE. 
 
 
2.1 La Corporate Governance: cenni. 
I sistemi di Corporate Governance costituiscono il complesso delle istituzioni e 
delle norme, la cui combinazione e interazione permettono di equilibrare in 
maniera trasparente e corretta gli interessi dei diversi stakeholder, quale risultante 
dall’adeguata coesistenza di determinati aspetti. 49  
Gli elementi che caratterizzano il governo di impresa sono: un valido sistema di 
gestione dei rischi; un’adeguata valutazione interna del rischio e della solvibilità; 
un efficace sistema di controllo interno e una funzione di audit interno adeguato e 
permanente. 
Le funzioni di Governance possono essere attribuite ai dipendenti interni, che 
possono avvalersi di professionalità esterne oppure possono essere 
completamente esternalizzate, ma rispettando i limiti che sono stati fissati.  
Nello svolgere l’attività di individuazione dei rischi emergenti e di verifica della 
Governance, le Autorità di controllo sono dotate di adeguati mezzi, metodi e 
poteri e hanno, inoltre, la possibilità di richiedere il miglioramento e il 
rafforzamento del sistema di gestione per assicurare l’osservanza dei requisiti di 
competenza e di onorabilità, compreso il rispetto delle regole relative ai casi di 
esternalizzazione delle funzioni.50  
I principi delineati dalla Corporate Governance definiscono il sistema dei 
controlli interni. Infatti, dal punto di vista formale, le imprese sono tenute a 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
49 Confronta F. Fortuna, “Corporate Governance. Soggetti, modelli e sistemi ”, Franco Angeli, 
Milano, 2001, pag. 85.  
50 Confronta A. Cappiello, “Regolamentazione e Risk Management nelle imprese assicurative. 
Profili evolutivi”, op.cit., pag. 55. 
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disporre e ad attuare politiche che stabiliscano le modalità di organizzazione del 
controllo e dell’audit interno, della gestione del rischio e dell’esternalizzazione. 
E’ evidente che l’obiettivo è di garantire un ulteriore corretto funzionamento del 
sistema dei controlli interni. I modelli di governo societario diffusi sono quello 
tradizionale, dualistico e monistico, come già accennato nel precedente capitolo. 
All’interno dell’attività di controllo è possibile individuare tre diversi livelli:  
1- Controlli di primo livello: sono effettuati in ogni settore operativo e 
indirizzati a coprire singoli rischi o raggruppamenti di rischi all’interno 
del settore; vengono anche chiamati controlli permanenti.  
2- Controlli di secondo livello: sono effettuati da servizi preposti al controllo 
che hanno la caratteristica di indipendenza e autonomia, sono rivolti a 
coprire aree o tematiche del sistema di controllo interno oppure rischi 
settoriali a livelli più elevati; detti anche controlli periodici, che 
riguardano in modo particolare la funzione di Risk Management e 
Compliance. 
3- Controlli di terzo livello: consistono nella tipica funzione dell’Internal 
Auditing, che ha il compito di dare un’assicurazione sul corretto 
funzionamento dell’intero sistema di controllo interno.  
 
Figura 5. I livelli del controllo interno. 
 
Fonte: P. Traso, “L’attività di Internal Audit. Le fasi tipiche della revisione”. 
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Sia per l’attività di secondo livello che per quella di terzo livello sono previsti 
degli obblighi di comunicazione all’IVASS, intensificati con l’ultimo 
aggiornamento del Regolamento. Infatti, le imprese devono:51 
§ comunicare, nel caso di nomina dei responsabili della funzione di 
revisione interna, Risk Management e di Compliance, l’avvenuta verifica 
dei requisiti di onorabilità, professionalità e indipendenza, anche in caso 
di esternalizzazione di tale funzioni; 
§ redigere una relazione sul sistema dei controlli interni, che comprenda 
informazioni nel dettaglio sulla funzione di revisione interna, Risk 
Management e Compliance; 
§ redigere una relazione sul sistema di gestione dei rischi che illustri le 
strategie, i processi e le procedure di reporting per individuare, misurare, 
monitorare, documentare, gestire e segnalare efficacemente i rischi a cui 
l’impresa potrebbe essere esposta. 
 
 
2.2 La gestione dei rischi. 
La determinazione del livello accettabile del rischio costituisce una delle sfide 
cruciali che il management deve affrontare, anche a causa dei cambiamenti che si 
sono verificati nello scenario economico mondiale.  
Alle imprese assicurative vengono forniti una serie di principi, tramite il 
Regolamento ISVAP n. 20 del 2008, in riferimento alla gestione dei rischi alla 
quale l’azienda è esposta. 
E’ necessario istituire un adeguato sistema di Risk Management che abbia come 
scopo quello di mantenere il rischio ad un livello accettabile;52 questo sistema 
deve rispettare il principio di proporzionalità e deve essere coerente con le 
disponibilità patrimoniali dell’impresa. 
Le finalità principali consistono nel mantenere la solvibilità della compagnia e 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
51 Confronta Relazione al Provvedimento n. 17 del 15 aprile 2014. 
52 Confronta N. Misani, “Introduzione al Risk Management”, Egea, Milano, 1994. 
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garantire la realizzazione degli obiettivi aziendali, attraverso una corretta ed 
adeguata identificazione, valutazione e controllo dei rischi, che possono 
ostacolare il conseguimento di tali finalità. 
L’impresa, quindi, deve effettuare una mappatura dei rischi, in funzione della 
natura e delle dimensioni dell’attività svolta, consentendo, in questo modo, una 
loro gestione secondo un’ottica integrata e in una prospettiva di medio-lungo 
periodo. 
Tale mappa deve contenere, ai sensi dell’articolo 18, comma 2, del Regolamento, 
almeno i seguenti rischi:53 
1) Rischio di assunzione: il rischio derivante dalla sottoscrizione dei contratti 
di assicurazione, associato agli eventi coperti, ai processi seguiti per la 
tariffazione e selezione dei rischi, all’andamento sfavorevole della 
sinistralità effettiva rispetto a quella stimata;  
2) Rischio di riservazione: il rischio legato alla quantificazione di riserve 
tecniche non sufficienti rispetto agli impegni assunti nei confronti degli 
assicurati e dei danneggiati;  
3) Rischio di mercato: il rischio di perdite in relazione alle variazioni dei 
tassi di interesse, dei corsi azionari, dei tassi di cambio e dei prezzi degli 
immobili;  
4) Rischio di credito: il rischio legato all’inadempimento contrattuale degli 
emittenti degli strumenti finanziari, dei riassicuratori, degli intermediari e 
di altre controparti;  
5) Rischio di liquidità: il rischio di non poter adempiere alle obbligazioni 
verso gli assicurati e altri creditori a causa della difficoltà a trasformare gli 
investimenti in liquidità senza subire perdite;  
6) Rischio operativo: il rischio di perdite derivanti da inefficienze di persone, 
processi e sistemi, inclusi quelli utilizzati per la vendita a distanza, o da 
eventi esterni, quali la frode o l’attività dei fornitori di servizi;  
7) Rischio legato all’appartenenza al gruppo: rischio di “contagio”, inteso 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
53 Confronta Regolamento ISVAP n. 20 del 2008 all’articolo 19. 
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come rischio che situazioni di difficoltà che insorgono in un'entità del 
medesimo gruppo possano propagarsi con effetti negativi sulla solvibilità 
dell'impresa stessa oppure il rischio di conflitto di interessi; questo è 
dovuto a seguito dei rapporti intercorrenti dall'impresa con le altre entità 
del gruppo; 
8) Rischio di non conformità alle norme: il rischio di incorrere in sanzioni 
giudiziarie o amministrative, subire perdite o danni reputazionali in 
conseguenza della mancata osservanza di leggi, regolamenti o 
provvedimenti delle Autorità di Vigilanza ovvero di norme di 
autoregolamentazione, quali statuti, codici di condotta o codici di 
autodisciplina oppure il rischio derivante da modifiche sfavorevoli del 
quadro normativo o degli orientamenti giurisprudenziali;  
9) Rischio reputazionale: il rischio di deterioramento dell'immagine 
aziendale e di aumento della conflittualità con gli assicurati, dovuto anche 
alla scarsa qualità dei servizi offerti, al collocamento di polizze non 
adeguate o al comportamento della rete di vendita.  
Il rischio di mercato è quello più monitorato, tuttavia per le imprese di 
assicurazione che operano nel ramo danni e che sono di dimensioni ridotte questo 
rischio non è così rilevante. Seguono il rischio di assunzione, di credito e 
operativo, mentre quello di appartenenza al gruppo è di scarsa considerazione, 
anche a causa delle difficoltà definitorie. 
Un aspetto molto importante per il Risk Management riguarda lo sviluppo della 
cultura del rischio, poiché ciò può portare ad una maggior consapevolezza dei 
rischi, ad una comunicazione delle informazioni ottenute in sede di valutazione 
degli stessi e ad una loro migliore gestione.54 
In collegamento a quanto appena detto, da un indagine effettuata da ANIA55 , è 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
54 Confronta L. Selleri, “L’impresa e il rischio. Introduzione all’Enterprise Risk Management”, 
op. cit., pag. 133. 
55 ANIA è l’Associazione Nazionale tra le Imprese Assicuratrici, è un’associazione volontaria 
senza fini di lucro; il suo scopo principale è sviluppare e diffondere nel nostro Paese la cultura 
della sicurezza e della prevenzione, perché sia le persone sia le aziende sia la società nel suo 
complesso possano essere protette di più e meglio. 
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stato rilevato che quasi tutti i rischi sopra citati vengono considerati importanti e 
sottoposti a controllo periodico dalla maggior parte delle imprese assicurative, 
questo perché le imprese hanno capito che un’adeguata gestione del rischio può 
accrescere le capacità dell’azienda di creare valore. 
 
 
2.3 La funzione di Risk Management. 
Gli elementi essenziali del successo di ogni impresa sono la capacità di 
identificazione, di valutazione e di gestione dei rischi, dato che esiste una  stretta 
connessione tra il rischio e il business.  
Per questo motivo, il governo dei rischi è, per definizione, un aspetto distintivo 
ed una componente indispensabile e fondamentale del management aziendale. 56 
La recente crescita della cultura del rischio è dovuta, sicuramente, ai 
cambiamenti che si sono verificati nel settore assicurativo negli ultimi anni. Ciò 
ha fatto si che si sviluppassero tecniche di Risk Management particolarmente 
raffinate e complesse. 
Questa funzione era già stata introdotta con la circolare 577/D, come detto nel 
precedente capitolo, e rafforzata dal Regolamento ISVAP n. 20 del 2008, che ha 
confermato la particolare e ampia attenzione che è data a quest’attività, ritenuta 
ormai di notevole importanza all’interno dell’impresa. 
L’attività di Risk Management che viene svolta nel settore industriale è diversa 
rispetto a quella eseguita nel settore assicurativo e finanziario.57 Nel primo caso 
prevale l’aspetto di gestione dei rischi, mentre nel secondo caso prevale l’aspetto 
di presidio. Il monitoraggio dei rischi aziendali, infatti, compresa naturalmente la 
reattività alle variazioni di probabilità, sta diventando sempre più il fattore critico 
di successo nel settore bancario e assicurativo, com’è possibile notare anche dalle 
rispettive normative Basilea II/III e Solvency II.  
Secondo il Regolamento del 2008, all’articolo n. 21, viene stabilito che l’impresa 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
56 Confronta S. Beretta, “Valutazione dei rischi e controllo interno”, op.cit., pag. 9.  
57 Confronta J. C. Hull, “Risk Management e istituzioni finanziarie”, Pearson Prentice Hall, 
Milano, 2008. 
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istituisce una funzione di Risk Management, proporzionata alla natura, alla 
portata e alla complessità dei rischi inerenti all’attività dell’impresa stessa, che: 
• concorre alla definizione delle metodologie di misurazione dei rischi; 
• contribuisce alla definizione dei limiti operativi attribuiti alle strutture 
operative e definisce i procedimenti per la tempestiva e adeguata verifica 
dei medesimi limiti;  
• valida i flussi informativi necessari a garantire il tempestivo controllo 
dell’esposizione ai rischi e dell’immediata rilevazione delle anomalie 
evidenziate nell’operatività; 
• predispone report nei confronti del Consiglio di Amministrazione relativi 
all’evoluzione dei rischi e alla violazione dei limiti operativi fissati; 
• verifica la coerenza dei modelli di misurazione dei rischi con l’operatività 
eseguita dall’impresa e, infine, concorre all’effettuazione degli stress test. 
Quest’attività deve rispettare il principio di separatezza tra funzioni operative e di 
controllo; può essere costituita come specifica unità organizzativa oppure 
attraverso il ricorso a risorse appartenenti ad altre unità aziendali.  
Deve rispondere all’Organo Amministrativo ed è sottoposta alla verifica 
periodica da parte della funzione di revisione interna. 
Il responsabile della funzione di Risk Management deve presentare un 
programma di attività in cui vengono definiti a quali rischi è esposta 
maggiormente l’impresa e predisporre una relazione sull’efficienza e 
sull’adeguatezza del sistema di gestione dei rischi. Le imprese nominano un 
responsabile della funzione di Risk Management che soddisfa i requisiti di 
onorabilità, professionalità e indipendenza e tale nomina è di competenza 
dell’Organo Amministrativo. 
Per quanto riguarda gli stress test, essi sono decisamente utili e adattabili ai 
singoli mercati nazionali; importante può risultare anche la disponibilità di 
insiemi di statistiche minime comuni a livello europeo.58 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
58 Confronta M. Bongiovanni, “Solvency II, la Basilea delle assicurazioni”, in Pratica Contabile 
n. 6, 2007, pag. 5 e ss,. 
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Questi test devono tracciare delle ipotesi previsionali riguardanti le massime 
perdite che si possono verificare nel contesto di determinati scenari o ipotesi. In 
generale possono esserci tre livelli di possibili risultati economici derivanti da tali 
scenari: 
§ best case; 
§ middle case; 
§ worst case. 
Nel primo caso i fattori chiave, come i tassi di interesse, il rendimento e il debito, 
evolvono nel miglior modo possibile, nel secondo caso in modo normale e 
nell’ultimo caso nel peggior modo possibile. 
La rilevanza strategica del processo ERM ha portato alla diffusione di una nuova 
figura, lo chief risk officer, responsabile dell’indirizzo e del coordinamento di 
tale processo. 
I suoi compiti consistono: 59 
- nel delineare i procedimenti finalizzati alla gestione e al monitoraggio dei 
rischi; 
- nel supportare il processo di pianificazione strategica, collegate alle 
valutazioni dei risultati economici, del rischio relativo ai nuovi mercati e 
dei segmenti strategici del mercato assicurativo; 
- nel controllare il perseguimento degli obbiettivi risultato/rischio di ognuna 
delle aree delle attività; 
- nell’elaborare e valutare i report sui risultati della gestione del rischio; 
- nel tradurre obiettivi di risultato/rischio, definiti dall’Organo 
Amministrativo, in una struttura di limiti e di deleghe. 
In alcune compagnie si presidia il ruolo del chief risk officer con il responsabile 
del sistema di controllo interno o con quello dell’Internal Auditing, anche se ciò 
potrebbe non essere corretto a causa dei differenti ruoli che tali figure assolvono 
nell’ambito del processo dell’ERM, pur essendoci la possibilità di attuare 
collegamenti e parziali identificazioni tra i soggetti delle varie funzioni, salva la 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
59 Confronta L. Selleri, “L’impresa e il rischio. Introduzione all’Enterprise Risk Management”, 
op. cit., pag. 262.	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prospettiva integrata della gestione dei rischi d’impresa. 
Secondo Solvency II, il sistema di Risk Management deve essere in grado di 
coprire sia i rischi di sottoscrizione, di mercato, di credito e operativo, compresi 
nel calcolo del requisito patrimoniale di solvibilità, sia quelli che vengono 
completamente o parzialmente esclusi dal predetto calcolo. 
Lo sviluppo di tale funzione da parte delle compagnie assicurative è indirizzata a 
favorire la realizzazione del sistema di gestione dei rischi, così come inteso e 
disciplinato dal legislatore comunitario. 
Le imprese di assicurazione devono procedere alla valutazione interna del rischio 
e della solvibilità complessiva, compatibili col profilo di rischio specifico ed i 
limiti di tolleranza del rischio accettato, secondo l’Own Risk and Solvency 
Assessment (ORSA).60  
Quest’ultima assume una duplice natura di tipo funzionale, perché da una parte 
deve essere considerata una procedura di valutazione interna che viene integrata 
con le decisioni strategiche, dall’altra parte, invece, rappresenta uno strumento di 
vigilanza sul profilo di rischio e sulla solvibilità aziendale complessiva. 
Secondo un report pubblicato da EIOPA, l’ORSA presenta la caratteristica del 
principio di proporzionalità; le imprese, quindi, devono sviluppare dei processi 
valutativi adatti alla propria struttura organizzativa e al proprio sistema di Risk 
Management, per poter effettuare una valutazione adeguata in termini di 
solvibilità. Alle strutture amministrative, gestionali e di vigilanza interne di 
ciascuna impresa è richiesto di assumere ruoli di primaria importanza nei 
processi relativi all’ORSA, curando in modo particolare quelli riferiti alla guida 
per la realizzazione del lavoro di valutazione e di verifica dei risultati.61 
Queste disposizioni sono in linea con quanto predisposto da Solvency II, che 
prevede una valutazione prospettica dei rischi in materia di FLOAR (Forward 
Looking Assessment of Own Risks) basata sui principi ORSA. 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
60 Confronta SWISS RE, “Solvency II: un approccio integrato al rischio per gli assicuratori 
europei”, in Sigma, n. 4, 2006, pag. 8. 
61 Confronta EIOPA, “Solvency II: Final Report EIOPA sulle bozze di linee guida in materia di 
ORSA”, Francoforte, 2012. 
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Un altro aspetto di notevole importanza riguarda il sostegno che può sussistere 
tra le varie unità di controllo, infatti, un input che può essere dato al piano di 
audit, esclusivamente finalizzato a verificare l’operatività e l’efficacia dei 
controlli, riguarda proprio l’identificazione delle principali aree di rischio che 
vengono fornite dall’attività svolta dal Risk Management; invece, per 
quest’ultimo potrebbero essere utili i feed back derivanti dall’audit sui risultati 
dei test di controllo. 
Le scelte organizzative utilizzate dalle compagnie sono molto diverse, nonostante 
questo, risulta, come appena detto, una stretta collaborazione tra la funzione di 
Risk Management e le varie funzioni aziendali che si occupano della gestione dei 
rischi; tra le varie attività possiamo trovare: Attuario, Riassicurazione, Finanza, 
Bilancio, Dirigente preposto e Auditing Interno. Questa cooperazione è 
necessaria per svolgere nel miglior modo possibile l’attività di identificazione e 
misurazione dei rischi, nonché per poter effettuare un’adeguata gestione e un 
efficiente controllo dei medesimi (vedi tabella 3).  
Dall’indagine che è stata condotta dall’ANIA viene evidenziata la difficoltà ad 
identificare le linee comuni nell’allocazione delle suddette funzioni all’interno 
dell’impresa. In particolare, per le imprese che non esternalizzano le diverse 
funzioni:62 
- La funzione di Internal Auditing risponde per il 41% al Consiglio di 
Amministrazione, per l’11% al Direttore Generale e per il 48% a diverse 
figure, tra cui Presidente e Amministratore delegato; 
- La funzione di Risk Management risponde per il 21% al Consiglio di 
Amministrazione, per l’8% al Direttore Generale e per il 71% ad altre 
figure, tra cui maggiormente all’Amministratore delegato; 
- La funzione di Compliance risponde per il 18% alla funzione di revisione 
interna, per il 9% all’Ufficio Legale e per il 73% ad altre figure, per 
esempio al responsabile controllo di gestione o degli Affari Societari o a 
funzioni aziendali in fase di identificazione. 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
62 Confronta ANIA, “La funzione di Risk Management nelle imprese di assicurazione”, Roma, 
2007.  
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Tabella 3. La rilevazione dei rischi. 
Rischi Funzioni preposte alla rilevazione 
Rischio di assunzione Attuario, Risk Management, Finanza, Controllo 
tecnico 
Rischio di riservazione Attuario, Risk Management, Finanza, Controllo 
tecnico 
Rischio di mercato Risk Management, Finanza 
 
Rischio di credito Risk Management, Finanza, Attuario 
 
Rischio di liquidità  Risk Management, Finanza, Attuario 
 
Rischio operativo Risk Management, Attuario 
 
Rischio di appartenenza al 
gruppo 
Risk Management, Attuario, Compliance, Ufficio 
legale 
Rischio legale  Risk Management, Attuario, Compliance, Ufficio 
legale 
Rischio reputazionale Risk Management, Comunicazione 
 
Fonte: ANIA, “La funzione di Risk Management nelle imprese di assicurazione, in Survey-
Executive Summary”, Trieste.  
 
 
Ciò che è necessario all’interno delle imprese è un’integrazione sempre maggiore 
tra le funzioni aziendali,63 poiché oggi sono gestiste solo formalmente; tale 
cooperazione tra le diverse attività dovrà svilupparsi in termini di modelli e 
strumenti per gestire in modo adeguato ed efficiente le tipologie di rischio nel 
loro complesso, comprese quelle che attualmente non sono rilevate o comunque 
per le quali non sono stati sviluppati i relativi processi e modelli quantitativi. 
Un obiettivo principale per le imprese consisterà nel potenziare e organizzare, 
all’interno della funzione di Risk Management, un numero elevato di competenze 
tecniche e finanziarie per assicurare un’informativa autonoma e chiara riguardo 
ai rischi osservati, rispettando il principio basilare dell’indipendenza dalle 
funzioni operative. 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
63 Confronta E. Parretta, “Controllo interno e assicurazioni. L’attività dell’Internal Auditor nel 
sistema di Governance delle imprese assicuratrici”, op. cit. 
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L’esigenza di database integrati, consultabili con estrema facilità, con 
informazioni complete ed elaborabili rappresenta sicuramente il punto di 
partenza per un approccio risk sensitive nella concretizzazione delle strategie 
aziendali e per la definizione dei nuovi requisiti di vigilanza che sono richiesti 
dalla normativa Solvency II.64 
L’attività di Risk Management può essere esternalizzata qualora i rischi al quale 
è esposta l’attività dell’impresa siano di ridotta dimensione e complessità. 
Concludendo, dal convegno dell’Associazione Nazionale dei Risk Manager e 
Responsabili Assicurazioni Aziendali è uscito un messaggio importante: gli 
strumenti di controllo del rischio fortificano il sistema delle imprese.  
Il Risk Management è utile come asset per il conseguimento dei ricavi e, quindi, 
come strumento per la crescita dell’impresa.  
La sensibilità al rischio e alla sua mitigazione sta diventando sempre più 
importante, questa è una tendenza che si sta sviluppando in Europa e comprende 
anche l’Italia, nonostante quest’ultima sia caratterizzata da piccole e medie 
imprese che spesso non riescono ad attivare uffici per il monitoraggio degli 
eventi sfavorevoli.65 
Tuttavia, da un’indagine riguardante la gestione del rischio nelle imprese italiane 
effettuata da AON66 in collaborazione con ANDAF67 è risultato che solo il 19% 
delle imprese ha adottato tecniche integrate, basate su metodologie quali-
quantitative, per la misurazione dei rischi; mentre il solo il 23% delle aziende, 
infine, ha adottato un processo strutturato di mitigazione e prevenzione del 
rischio.  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
64 Confronta A. Cappiello, “Regolamentazione e risk management nelle imprese assicurative. 
Profili evolutivi”, op. cit., pag. 165 e ss. 
65 Confronta ANRA, “Il risk management come strumento per la crescita delle imprese”, 
Milano, 2013. 
66 AON è il gruppo leader, in Italia e nel mondo, nel brokeraggio assicurativo e riassicurativo e 
nel consulting delle Risorse Umane.  
67 ANDAF è l’Associazione Nazionale dei Direttori Amministrativi e Finanziari, nata nel 1968 
con l’obiettivo di costruire un sistema di relazioni per promuovere lo scambio di esperienze ed 
informazioni tra i responsabili delle funzioni di Amministrazione, Finanza, Controllo di 
gestione, Pianificazione  e Internal Auditing.	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Quindi, la strada da percorrere per le aziende italiane in relazione al Risk 
Management è, sicuramente, ancora lunga.68 
 
 
2.4 La funzione di Compliance. 
La funzione di Compliance nel settore assicurativo è stata introdotta per la prima 
volta con il Regolamento ISVAP n. 20 del 2008.  
All’articolo 22 del predetto Regolamento vengono disciplinati gli obiettivi della 
verifica di conformità alle norme: 
1. Nell’ambito del sistema dei controlli interni, le imprese si dotano, ad ogni 
livello aziendale pertinente, di specifici presidi volti a prevenire il rischio 
di incorrere in sanzioni giudiziarie o amministrative, perdite patrimoniali 
o danni di reputazione, in conseguenza di violazioni di leggi, regolamenti 
o provvedimenti delle Autorità di vigilanza ovvero di norme di 
autoregolamentazione.  
2. Nell’identificazione e valutazione del rischio di non conformità alle 
norme, le imprese pongono particolare attenzione al rispetto delle norme 
relative alla trasparenza e correttezza dei comportamenti nei confronti 
degli assicurati e danneggiati, all’informativa precontrattuale e 
contrattuale, alla corretta esecuzione dei contratti, con particolare 
riferimento alla gestione dei sinistri e, più in generale, alla tutela del 
consumatore.  
Il primo compito che viene svolto da tale attività riguarda il rispetto delle norme 
in materia di trasparenza e correttezza dei comportamenti. In questa disposizione 
è compreso ogni regolamento o norma, sia di emanazione delle Autorità di 
Vigilanza, sia quelle interne e privatistiche, che possono essere fonte del rischio 
descritto al comma 2; da ciò si comprende che il perimetro di responsabilità della 
funzione è molto esteso. 
I compiti svolti in tale settore di controllo sono molteplici: 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
68 Confronta AON-ANDAF, “Il risk management nelle aziende italiane: ancora lunga la strada 
da percorrere”, XXXVII Congresso Nazionale ANDAF, 2013. 
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- individua le norme che possono essere applicabili all’impresa e ne valuta 
il loro impatto, tutto questo in via continuativa; 
- valuta le misure adottate per poter prevenire il rischio di non conformità 
ed eventualmente delinea anche delle modifiche da attuare 
all’organizzazione per assicurare un idonea gestione di tale rischio; 
- valuta come sono state applicate le modifiche suggerite e la loro efficacia; 
- predispone adeguati flussi informativi rivolti all’intero complesso 
aziendale. 
Le imprese istituiscono una funzione di Compliance, proporzionata alla natura, 
alla portata e alla complessità dei rischi inerenti all’attività svolta dall’impresa; a 
questa funzione è affidato il compito di verificare che l’organizzazione e le 
procedure interne siano adeguate al raggiungimento degli obiettivi di cui 
all’articolo 22.69 
Il rischio di Compliance è normalmente definito anche come integrity risk, 
poiché il mancato rispetto di obblighi di fonte legale oppure regolamentare o 
anche della best practice può generare un notevole impatto in termini di 
credibilità e attendibilità degli operatori presenti sul mercato.  
Tale funzione deve avere idonei requisiti di indipendenza e la possibilità di poter 
accedere a tutte le attività e informazioni dell’impresa; questa è separata dalla 
funzione di revisione interna ed è sottoposta alla sua verifica. 
Annualmente, il responsabile di quest’attività deve inviare all’Organo 
Amministrativo un programma in cui delinea gli interventi che intende effettuare 
nel contesto del rischio di non conformità. Anche questa funzione, come quella 
precedente di Risk Management, può essere esternalizzata se sussistono 
determinati requisiti. 
Inoltre, devono esistere interrelazioni tra tale funzione, le altre funzioni di 
controllo e gli Organi Aziendali.70 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
69 Confronta Regolamento ISVAP n. 20 del 2008 articolo 23. 
70 Confronta A. M. Tarantola, “La funzione di Compliance nei Sistemi di Governo e Controllo 
delle Imprese Bancarie e Finanziarie”, intervento al Workshop CeTIF, Università del Sacro 
Cuore, Milano, 2007.	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In una visione di sintesi, il processo di Compliance può essere rappresentato 
come costituito da cinque fasi fondamentali, di cui le prime quattro vengono 
generalmente considerate cicliche, facenti capo alla funzione di Compliance, che 
opera in qualità di owner del processo: 71 
1. Ricognizione della normativa;  
2. Valutazione dei rischi;  
3. Implementazione degli adeguamenti;  
4. Monitoraggio e reporting;  
5. Consulenza agli Organi di Vertice.  
Il risk assessment è considerato una core competence della funzione di 
Compliance  che può essere esternalizzata, essenzialmente sulla capogruppo, e si 
pone il problema di definire obiettivi e limiti di tale attività, ruoli, responsabilità 
e modalità operative. 
L’applicazione di tecniche di risk assessment da parte della funzione di 
Compliance configura un intervento di tipo bottom up che parte dai processi 
operativi aziendali con l’obiettivo di valutarne in grado di rispondenza alle norme 
e predisporre i piani correttivi necessari a rimuovere i gap riscontrati. 
Tale intervento si articola nelle seguenti fasi: 
1. valutazione del rischio inerente: è il rischio implicito nella natura stessa 
dell’attività ed è presente in ogni business, prodotto o processo. La sua 
stima non tiene in considerazione i controlli eventualmente esistenti;  
2. valutazione dei controlli in essere: esistenza di controlli per la mitigazione 
del rischio, loro grado di copertura, possibili errori nella loro applicazione, 
cambiamenti nella normativa e nei processi / attività dell’impresa; 
3. determinazione del rischio residuo: è il rischio che rimane dopo 
l’applicazione dei controlli di cui alla fase precedente. Nella stima del 
rischio residuo si tiene conto dell’esistenza di controlli, ma non della loro 
efficacia o continuità di applicazione; 
4. Gap Analysis e predisposizione del piano degli interventi correttivi: la 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
71 Confronta Cetif, “Organizzazione della funzione di Compliance nelle imprese e nei Gruppi 
Assicurativi”, Rapporto di ricerca, 2009.	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misurazione della distanza (gap analysis) che intercorre tra rischio residuo 
e rischio accettato può determinare la necessità di predisporre un piano di 
interventi correttivi. Oggetto di questa fase è la descrizione delle misure di 
carattere organizzativo suggerite dalla funzione di Compliance per la 
correzione del gap rilevato. La programmazione degli interventi correttivi 
deve riguardare sia le eventuali carenze (di politica, procedurali, di 
implementazione o esecuzione) emerse nell’operatività aziendale, sia la 
necessità di affrontare eventuali nuovi rischi di non conformità identificati 
a seguito della valutazione annuale del rischio. 
I rischi di non conformità e reputazionale vengono identificati con tecniche di 
misurazione qualitativa (risk rating) o semiqualitativa (risk scoring).  
Solitamente, prevalgono le misurazioni di tipo qualitativo per l’oggettiva 
difficoltà di quantificazione di tali rischi, anche motivata dalla carenza di serie 
storiche. 
La funzione di Compliance arricchisce l’articolato sistema dei controlli interni 
delle istituzioni finanziarie di un nuovo importante presidio per il contenimento 
dei rischi e la tutela dei consumatori (risparmiatori, investitori, assicurati). 
Un aspetto assolutamente basilare per tutti i rischi di non conformità è la 
prevenzione, in modo particolare si può far riferimento a quei rischi che 
prevedono l’esposizione a sanzioni di rilievo penale e reputazionale o a rigide 
sanzioni amministrative.  
Si parla, quindi, in questo caso di un’attività che viene fatta ex-ante e che sta 
avendo sempre maggior peso all’interno dell’attività di controllo dell’impresa. 
E’ possibile realizzare questo risultato attraverso un intervento più costante, 
intenso e tempestivo della funzione di Compliance, in qualità di advisor e non di 
controllore puro. Per esempio le iniziative di cambiamento interno sono sempre 
più frequenti e critiche per la sopravvivenza del business in un ambiente in cui il 
livello competitivo sta aumentando significativamente. In questo contesto tale 
funzione ha saputo conquistarsi il ruolo di consulente autorevole non soltanto 
delle Alte Direzioni, ma anche delle direzioni di linea nell’implementazione e 
perfino della progettazione di variazioni strategiche, organizzative, distributive, 
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operative ed informatiche. 
Si è verificato un vero e proprio passaggio da semplici logiche di 
rappresentazione astratta dei rischi collegati ad una iniziativa specifica o 
dall’imposizione di veti sulle proposte di cambiamento particolarmente rischiose, 
alla focalizzazione sui processi e sull'identificazione di rischi concreti e di 
possibili soluzioni, indirizzate a conservare i rischi nell’ambito di un limite 
accettabile di tolleranza. Quindi, per avere una maggior cultura della conformità 
all’interno delle imprese, non solo proclamata, ma vissuta concretamente, questo 
passaggio, appena delineato, è ritenuto fondamentale.  
Quando si pongono in essere dei rischi di Compliance intollerabili, è necessario 
esercitare fermezza e se doveroso anche durezza. In molte circostanze si possono 
tracciare soluzioni appropriate, attraverso la collaborazione e il sostegno dei 
responsabili dell’Organizzazione, dell’ICT e del Risk Management.72 
Si passa poi, ad una seconda fase di questa funzione, ossia il cosiddetto controllo 
in itinere; per poter valutare l’efficacia dei presidi e dei rischi viene svolta un 
attenta attività di identificazione e di predisposizione di indicatori e di 
performance. 
Ciascun processo deve essere studiato ed analizzato in base ad un inquadramento 
teorico rigoroso e complessivo, dato che questi possono essere esposti 
potenzialmente a più rischi di non conformità. 
Ad esempio nel processo di liquidazione dei sinistri R.C. Auto, oltre alle 
violazioni più frequenti, come la liquidazione tardiva, esso risulta anche esposto 
a rischi di violazione della normativa in materia di protezione dei dati personali, 
della normativa posta dal Regolamento ISVAP 16/2008 relativamente alla 
corretta formazione delle riserve, ad alcuni rischi di responsabilità 
amministrativa ex D.Lgs. 231/01 oppure ad alcuni reati presupposto ai sensi dello 
stesso D.Lgs. 231/01, che possono verificarsi lungo la filiera di questo specifico 
processo. Inizialmente, quindi, gli indicatori utilizzati erano legati ai tempi medi 
di liquidazione, ovvero ai reclami o alle contestazioni e sanzioni legate a questa 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
72 Confronta P. Garonna, M. Giovanni di Persia, “La Compliance e il Sistema dei controlli”, 
Collana Febaf, Roma, 2014.	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specifica violazione, ora, invece, l’attenzione si estende ad altri potenziali rischi e 
all’efficacia dei relativi presidi. 
In questa fase si individuano e predispongono degli indicatori che permettono di 
effettuare, oltre ad una valutazione dei rischi di non conformità meramente 
qualitativa, anche una valutazione di tipo quantitativa.  
Questi saranno la base su cui costruire un risk appetite di Compliance per ciascun 
tipo di rischio di non conformità e delineando anche i limiti entro il quale la 
gestione potrà operare. 
Infine, possiamo parlare di un’attività ex-post, ossia vere e proprie verifiche di 
conformità, simili a quelle eseguite dall’Audit nella revisione interna, con 
obbiettivi però diversi.  
Le verifiche della Compliance hanno lo scopo di valutare lo stato dei presidi a 
fronte di specifici rischi di non conformità e di analizzare le condizioni migliori 
per garantire il rispetto delle norme, e quindi limitare i rischi; verificare i presidi 
si intende anche verificare se i comportamenti sono adeguati. 
Inoltre, è opportuno esaminare se il processo è stato definito in maniera da 
consentire la conformità e se i procedimenti informatici siano sufficientemente 
attendibili.73 
L’attività di Compliance, quindi, deve svilupparsi ex-ante, nel continuo e anche 
ex post.  
E’ possibile, poi, sintetizzare il processo di Compliance in due fasi:74 
- Fase di avvio: in cui tale funzione si troverà ad operare in un contesto 
dove le normative sono già presidiate da funzioni aziendali diverse, sarà 
necessario definire le metodologie per la misurazione dei rischi di non 
conformità e configurarsi come supporto alle diverse aree di business. 
- Fase a regime: tale funzione dovrà presidiare il processo di Compliance 
garantendo il presidio costante del rischi e del supporto decisionale in 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
73 Confronta E. Cesarin, “Teoria e prassi della Compliance nelle Assicurazioni”, IRSA, Guerini, 
2010. 
74 Confronta A.I.I.A, in collaborazione con Aicom, “Le funzioni di Internal Audit e di 
Compliance: ruoli, responsabilità e ambiti di rispettiva competenza”, Paper Congiunto, 2008.	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materia. 
Per quanto riguarda poi la fase di avvio è stato proposto un modello di 
riferimento che comprende le seguenti fasi: 
• Definzione del processo e del perimetro della funzione; 
• Definizione delle scelte metodologiche e degli strumenti; 
• Individuazione e scelta delle soluzioni software; 
• Redazione del mandato della funzione; 
• Redazione del piano di Compliance. 
• Acquisizione, personalizzazione del software e integrazione; 
• Avvio dell’attività. 
La valutazione della Compliance è considerata come facente parte della cultura 
aziendale e sicuramente questo tema nelle grandi istituzioni finanziarie è stato 
preso notevolmente in considerazione dagli organi delle varie imprese.  
Anche le autorità di Vigilanza stanno dando sempre più importanza a tale 
funzione, facendo riferimento esplicito alla valutazione dei presidi di Compliance 
in maniera più frequente e intensa all’interno dei vari provvedimenti e 
regolamenti emanati. 
Un ultimo importante aspetto riguarda i costi della regolamentazione, secondo le 
stime di Deilotte75, in Europa, gli assicuratori hanno speso, nel 2012, per 
conformarsi alla nuova regolamentazione tra i 4,2 e i 4,9 miliardi di euro e la 
pressione regolamentare è destinata a non calare almeno fino al 2015. 76 
In base all’alta incertezza regolamentare sono state fornire delle raccomandazioni 
fondate su una visione unitaria; quindi, sarà utile:  
1) nominare un responsabile per migliorare il coordinamento tra le differenti 
attività di Compliance; 
2) creare un quadro unitario del cambiamento regolamentare, attraverso la 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
75 Deloitte è una delle più grandi realtà nei servizi professionali alle imprese italiane, dal 1923. I 
servizi sono articolati nelle seguenti fasi: Audit, Consulting, ERS, Financial Advisory Services, 
Legal, Tax, XBS. 
76 Confronta Deloitte, “Rethinking the response. A Strategic approach to regulatory uncertainty 
in European insurance”, 2013. 
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diffusione di dati e il monitoraggio delle norme che hanno un influenza 
significativa sull’impresa; 
3) ricorrere a un approccio di gestione del portafoglio, “Regulatory Portfolio 
Management”, che può consentire risposte più coordinate; 
4) ridurre l’impatto dell’incertezza, attraverso la creazione di team di 
Compliance snelli e flessibili per rispondere in maniera tempestiva al 
cambiamento; 
5) incorporare il cambiamento regolamentare nel processo decisionale, in 
modo da tradurre l’analisi del cambiamento in concreti piani d’azione. 
Secondo Deloitte il rispetto dei principi appena detti può consentire alle imprese 
di trasformare i consistenti oneri di Compliance in nuove opportunità di business. 
 
 
2.5 Una prospettiva futura sui controlli di secondo livello. 
Nel convegno internazionale, che è stato organizzato da Dexia Crediop77 in 
collaborazione con Aicom78, e con il patrocinio di FeBAF79, e della Presidenza 
del Consiglio, è stato esaminato il seguente argomento: “Affrontare la crescita 
globale dei rischi di Compliance”. 
A questo proposito è stato fatto un focus sulle prospettive future riguardanti la 
Compliance e la funzione di Risk Management.  
L’obiettivo principale che si dovrà cercare di perseguire nei prossimi anni sarà 
sicuramente quello della realizzazione di un modello organizzativo integrato 
delle funzioni di controllo interno. In questo sistema dei controlli, la funzione 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
77 Dexia Crediop è una Banca specializzata nei settori delle infrastrutture e dei servizi di 
pubblica utilità.  
78 Aicom è l’Associazione Italiana Compliance, nasce nel 2005 con il primario scopo di 
promuovere la cultura della conformità e delle regole all’interno del sistema finanziario e dei 
diversi settori industriali. 
79 FeBAF, (Federazione delle Banche, delle Assicurazioni e della Finanza), è stata costituita nel 
2008 dall’Associazione Bancaria Italiana e dall’Associazione Nazionale delle Imprese 
Assicurative. A fine 2010 la Federazione si è aperta all’adesione di altre associazioni operanti 
nel comparto finanziario, innovando il proprio Statuto. Dopo l’ingresso, nel maggio 2011, 
di Assogestioni,  nel gennaio 2013 anche Aifi è entrata a far parte della FeBAF. 
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Compliance dovrà svolgere il ruolo dell’ “architetto” dell’azienda, insieme, 
naturalmente, al Risk Management, che invece dovrà svolgere un ruolo di 
leadership nel design e, contemporaneamente, dovrà essere anche uno dei 
costruttori dell’impresa.  
Oggi i diversi parametri di Compliance che l’impresa deve sostenere ed i 
rispettivi sistemi di gestione, si qualificano spesso come due universi separati; 
quindi, è presente una disomogeneità tra le attività che svolgono le funzioni di 
controllo. 
Le normative, che vengono continuamente emanate, influiscono sull’operatività 
dell’azienda e hanno la caratteristica di essere scollegate e non connesse tra di 
loro; la loro composizione è assegnata alla funzione di Compliance.  
L’accumularsi nel tempo di normative e regolamenti differenti, che spesso 
tendono anche a sovrapporsi l’uno con l’altro ha portato ad un aumento dei 
sistemi di Compliance; su questo influisce, anche e in modo rilevante, il fatto che 
il focus è sempre incentrato sull’aspetto funzionale ovvero “sulla normativa” e 
non su ciò che riguarda il processo produttivo stesso. 
Un ulteriore elemento di frammentazione e disgregazione è dato dalla difficoltà 
di gestire con omogeneità e con approcci metodologici coerenti i rischi di non 
conformità e gli altri rischi operativi.  
La funzione di Risk Management è ancora indirizzata verso la quantificazione 
dei rischi operativi, piuttosto che sulla prevenzione e sulla gestione degli stessi; il 
che comporta delle ricadute certe sui rischi di non conformità che, normalmente, 
sono connessi ai rischi operativi.  
E’ presente quindi una necessità di portare all’ordine e all’unità questa 
molteplicità e diversità. 80 
Per questo si cerca di delineare un modello organizzativo organico ed integrato, 
che veda collaborare le funzioni di Organizzazione, Risk Management e 
Compliance, e che porti alla definizione di processi che tengano conto dell’intero 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
80	  Confronta P. Garonna, M. Giovanni di Persia, “La Compliance e il Sistema dei controlli”, op. 
cit, pag. 23 e ss.	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complesso dei rischi operativi e di non conformità che sugli stessi incidono. Si 
tratta di prevedere opportuni controlli per questi rischi, e flussi di reportistica che 
siano incentrati sui rischi che gravano su un determinato processo, sia esso di 
business o di supporto.  
Si potrà verificare un miglioramento dei risultati e una riduzione dei costi 
attraverso una maggior semplificazione ed efficacia del sistema. 
Nel dettaglio, la funzione di Compliance dovrà migliorare la propria capacità di 
trattare l’intera impresa in maniera più organica, identificando con maggiore 
anticipo i rischi, e facendo adottare all’impresa le opportune misure di 
prevenzione.  
Sotto quest’aspetto l’affinamento e lo sviluppo degli strumenti di monitoraggio 
avranno un ruolo essenziale; quest’ultimi avranno il compito di analizzare risorse 
umane, processi e sistemi, identificabili sia come presidi, sia come fattori di 
rischio interni. 
Anche i fattori di rischio esterni, quali le diverse abitudini dei consumatori o dei 
regulator, gli orientamenti giurisprudenziali, così come le priorità dei legislatori e 
dei policy-maker dovranno essere monitorate con maggiore attenzione e con 
strumenti di analisi più sofisticati.  
La redditività e la stessa sopravvivenza dell’impresa dipenderanno dalla sua 
capacità di interpretare le dinamiche evolutive del mercato anche sotto l’aspetto 
dei rischi di non conformità, intesi in senso lato. 
Con lo svilupparsi di una crescente complessità, la funzione di Compliance si 
dovrà sicuramente suddividere in unità specializzate, in grado di gestire con 
competenze e qualificazioni anche sostanziali, le varie situazioni che si vengano 
a creare a causa delle differenti normative. 
 Per esempio si dovranno creare unità dedicate all’antiriciclaggio, alla privacy, 
all’antitrust, alla market abuse, all’antifrode e al contrasto della corruzione, 
considerando anche l’aspetto applicativo, legato cioè alla definizione di valide 
soluzioni organizzative ed informatiche. 
Non per questo, tuttavia, ci si dovrà rassegnare alla crescita delle risorse e dei 
costi.  
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Anzi, una rivisitazione delle funzioni non può prescindere dall’obiettivo di 
evitare le duplicazioni e di massimizzare l’efficienza e quindi, di contenere i costi 
stessi.81 
Un importante contributo sarà dato dal conseguimento di una visione aziendale 
condivisa nell’ambito della quale i rischi di non conformità sono percepiti non 
come rischi separati tra di loro, ma piuttosto come elementi di una catena, 
fortemente connessi e correlati agli altri rischi operativi e reputazionali.  
Questi rischi devono essere gestiti in modo tale che l’esposizione agli stessi non 
superi livelli accettabili fissati. Tutti questi rischi devono essere, quindi, gestiti in 
maniera integrata ed univoca. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
81	  Confronta P. Garonna, M. Giovanni di Persia, “La Compliance e il Sistema dei controlli”, op. 
cit, pag. 23 e ss. 	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CAPITOLO 3 
 
 I CONTROLLI DI TERZO LIVELLO NEL SETTORE ASSICURATIVO: 
INTERNAL AUDITING. 
 
 
3.1 L’Internal Auditing: caratteristiche e cornice normativa. 
L’Institute of Internal Auditors definisce l’Internal Auditing come “un’attività 
indipendente ed obiettiva di assurance e consulenza, finalizzata al miglioramento 
dell’efficacia e dell’efficienza dell’organizzazione. Assiste l’organizzazione nel 
perseguimento dei propri obiettivi tramite un approccio professionale 
sistematico, che genera valore aggiunto in quanto finalizzato a valutare e 
migliorare i processi di controllo, di gestione dei rischi e di corporate 
governance”. 
Nell’analizzare tale definizione, possiamo affermare che: 
• per attività di assurance si intende effettuare un esame obiettivo con lo 
scopo di ottenere una valutazione indipendente dei processi di 
Governance, di gestione del rischio e di controllo dell’organizzazione. Tra 
gli esempi si possono includere incarichi di tipo finanziario, di tipo 
operativo, di conformità, di sicurezza informatica e di due diligence. 
• per consulenza si intende, invece, l’attività di supporto e di assistenza al 
cliente, la cui natura viene concordata con il cliente e con la finalità di 
fornire valore aggiunto e di migliorare i processi di Governance, gestione 
del rischio e controllo di un’organizzazione, senza che l’Internal Auditor 
assuma responsabilità manageriali in materia. Tra i possibili esempi 
figurano consulenza, assistenza specialistica e formazione. 
L’evoluzione a livello normativo che si è verificato negli ultimi anni ha 
determinato un maggior rilievo della figura dell’Internal Auditor82; tale attività è 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
82 Confronta P. Giansante, “Internal Auditing. Contenuto, struttura e processo”, Edizioni 
universitarie romane, Roma, 2009. 
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diventata un elemento fondamentale per il controllo della Governance delle 
imprese.  
In alcuni settori, come quello bancario, assicurativo e di gestione dei servizi 
finanziari, le Autorità di Vigilanza hanno richiesto l’istituzione della funzione di 
Internal Auditing per garantire una più sana e prudente gestione dell’azienda e 
per contribuire ad assicurare il rispetto dell'ampio quadro normativo che 
contraddistingue questi settori. 
Data la maggiore attenzione dimostrata dal legislatore per i sistemi di controllo 
interno delle aziende, l’Internal Auditor è diventata un’attività sempre più 
importante nel governo societario, poiché con la sua attività contribuisce non 
soltanto ad assicurare una Compliance più efficiente, ma anche a favorire uno 
svolgimento delle attività gestionali più funzionale ed efficace. 
L’attività di Internal Auditing era già stata introdotta con la circolare ISVAP n. 
366/D, la definizione data in questo contesto è stata ripresa prima dalla Circolare 
577/D del 2005 e poi, anche dal Regolamento ISVAP n. 20 del 2008. 
L’Internal Auditing è la funzione aziendale che ha il compito di monitorare e 
valutare l’efficacia e l’efficienza del sistema di controllo interno e la necessità di 
adeguamento, anche attraverso attività di supporto e di consulenza alle altre 
funzioni aziendali. 83 
Questa funzione deve presentare determinate caratteristiche: 
a) svolgimento dell’attività in modo indipendente e autonomo per evitare 
qualsiasi compromissione dell’espressione di un giudizio oggettivo; 
b) possibilità di accedere a tutte le strutture, alle informazioni e alle 
documentazioni utili per effettuare la verifica di adeguatezza dei controlli 
svolti, compresi quelli esternalizzati; 
c) connessione con i titolari delle altre funzioni di controllo; 
d) adeguata struttura in termini di risorse umane e tecnologiche, in base alla 
natura, alla portata e alla complessità dell’attività dell’impresa e agli 
obbiettivi che intende perseguire. Inoltre, gli addetti alla struttura devono 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
83 Confronta Regolamento ISVAP n. 20 del 2008 articolo 15. 
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possedere competenze specialistiche, continuamente aggiornate. 
Principalmente, le finalità dell’attività di audit consistono in:84 
§ analisi dell’operatività del sistema dei controlli interni nel suo complesso; 
§ verifica del conseguimento effettivo degli obbiettivi aziendali fissati; 
§ valutazione del rispetto dei limiti che sono previsti dai procedimenti di 
delega nei differenti settori operativi; 
§ analisi dell’efficacia e dell’efficienza dei processi eseguiti; 
§ accertamento del rispetto della normativa esterna e dei regolamenti interni; 
§ verifica della correttezza dei comportamenti del personale dell’impresa; 
§ riscontro del corretto utilizzo delle informazioni disponibili nelle diverse 
attività; 
§ supporto per la verifica dell’affidabilità dei sistemi informativi, delle 
procedure operative e di controllo interno; 
§ proposizione dei suggerimenti ritenuti opportuni e monitoraggio sulla 
tempestiva rimozione delle anomalie riscontrate. 
La pratica professionale di Internal Auditing si è dotata di un sistema di 
autoregolamentazione riconosciuto a livello mondiale, questo per garantire la 
qualità dei servizi che vengono erogati da tale funzione e per assicurare una 
maggiore professionalità nello svolgimento delle sue attività. 
Tale sistema comprende:85 
- la definizione di Internal Auditing, già evidenziata all’inizio del capitolo,  
- i principi etici,  
- gli Standard,  
- le Guide Interpretative, 
- gli orientamenti per l’attuazione delle Best Practice. 
Si è verificata, nel 1999, la necessità di aggiornare il sistema di 
autoregolamentazione a causa del cambiamento che ha caratterizzato questa 
figura. In tale anno l’Institute of Internal Auditors ha emanato il Professional 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
84 Confronta P. Traso, “L’attività di Internal Audit. Le fasi tipiche della revisione”. 
85 Confronta A.I.I.A, Associazione Italiana Internal Auditors, “Manuale di Internal Auditing”, 
Milano, 2003. 
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Practices Framework (IPPF), che ha subito una revisione nel 2009. 
 Esistono diversi modi per rappresentare il Framework, la figura seguente riporta 
una prima modalità (Figura 6). 
 
Figura 6. The International Professional Practices Framework. 
 
Fonte: G.Grossi, “Internal Auditing, l’ inizio di una nuova avventura”, Associazione Italiana 
Internal Auditors, Milano, 2003, pag. 41. 
 
Attualmente il Comitato di Revisione dell’International Professional Practices 
Framework dell’I.I.A è stato incaricato di valutare l’IPPF, al fine di introdurre 
necessari cambiamenti e aggiornamenti.86 
Esaminiamo ora, nel dettaglio, gli elementi che fanno parte del sistema di 
autoregolamentazione. 
Il codice deontologico è formato da una serie di principi fondamentali per la 
pratica professionale di Internal Auditing e da alcune regole di condotta. Esse 
definiscono le norme comportamentali che gli Auditor devono rispettare; il 
Codice è rivolto ai soggetti e alle organizzazioni che forniscono servizi di 
Auditing e il suo scopo è quello di favorire una cultura etica in tutti i campi della 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
86 Confronta A.I.I.A, “Proposta di modifica IPPF 2014” su www.aiiaweb.it. 
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professione e di contribuire ad accrescere il prestigio e la credibilità di tale 
figura.  
Si riferisce a 4 principi: 
− integrità: è utile per instaurare rapporti di fiducia con gli organi 
dell’impresa e per l’affidabilità del suo giudizio; 
− obiettività: è necessaria per l’etica professionale e per la competenza 
dell’Auditor; 
− riservatezza: è la condotta che deve avere il Responsabile Audit nei 
confronti delle informazioni di cui viene in possesso; 
− competenza: è un aspetto che permette un adeguato utilizzo delle 
conoscenze, competenze ed esperienze professionali da parte dell’Auditor. 
Gli Standard della professione costituiscono l’elemento principale del 
Professional Practices Framework e la loro attuazione è indispensabile per 
assicurare un approccio professionale ed un livello qualitativo adeguato di tale 
attività.  
Gli Standard hanno lo scopo di: 87 
1) delineare i principi base che descrivono come l’attività di Internal 
Auditng deve essere eseguita;  
2) fornire un quadro di riferimento per lo sviluppo e l’effettuazione di 
un’ampia gamma di attività di Internal Auditng a valore aggiunto;  
3) definire i requisiti per la valutazione della prestazione dell’Internal 
Auditor;  
4) promuovere il miglioramento delle operazioni e dei processi 
dell’organizzazione.  
Essi si suddividono in Standard di Connotazione, Standard di Prestazione e 
Standard Applicativi.  
Gli Standard di Connotazione fanno riferimento alle caratteristiche che gli 
individui e le organizzazioni devono possedere per poter svolgere l’attività di 
Internal Auditing. Contengono le finalità, le autorità e le responsabilità 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
87 Confronta G. D’Onza, A. Silvestri “Internal Auditing: corso avanzato”, op. cit., pag. 8 e ss. 
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dell’attività dell’audit, che deve sempre presentare la caratteristica 
dell’indipendenza ed obiettività; gli Internal Auditor, poi, devono possedere le 
conoscenze, le capacità e le competenze necessarie per poter svolgere 
adeguatamente i propri compiti. 
Gli Standard di Prestazione descrivono la natura di tale attività e forniscono i 
criteri qualitativi che consentono di eseguire una valutazione sul grado di 
efficienza delle prestazioni. Comprendono la gestione e la natura dell’attività, la 
pianificazione e lo svolgimento dell’incarico, la comunicazione dei risultati e il 
processo di monitoraggio. 
Gli Standard Applicativi hanno la funzione di personalizzare le due categorie di 
Standard, in relazione al tipo di attività che viene eseguita, distinguendo i servizi 
di assurance da quelli di consulenza.  
Il processo di Audit secondo gli standard di prestazione è rappresentato dalla 
figura 7. 
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Figura 7. Il processo di Audit. 
         
 
              
  
         
 
 
 
         
                
 
                             
         
Fonte: International Professional Practices Framework. 
 
Le Guide Interpretative e le best practices di riferimento hanno il compito di 
dare contenuto pratico e concreto agli Standard e costituiscono l’espressione 
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della prassi professionale; queste anche se non sono obbligatorie vengono 
altamente raccomandate dall’Institute of Internal Auditors.  
Le Guide Interpretative sono aggiornate in maniera costante e continua per 
esaminare le nuove tematiche, ogni volta che si presentano e che gli Internal 
Auditor affrontano nella realtà operativa. 
Infine, abbiamo la letteratura professionale sulla materia, proveniente da istituti 
di ricerca, università e singoli studiosi, come per esempio Position Paper, 
manuali, studi e ricerche compiuti da organizzazioni specializzate.88 
Un altro elemento importante che caratterizza l’Internal Auditing è che, 
all’interno del Regolamento, viene rafforzato il legame diretto tra Organo 
Amministrativo e tale funzione, questo è ciò che permette la garanzia 
dell’indipendenza dell’attività; inoltre, è proprio il Consiglio di Amministrazione 
a nominare il Responsabile Audit, ne fissa anche i poteri, le responsabilità e le 
modalità di report. 
La funzione di revisione interna è conforme agli standard nazionali e 
internazionali accettati; ha un compito di verifica dei processi gestionali e delle 
procedure organizzative, della regolarità e della funzionalità dei flussi 
informativi, dell’adeguatezza dei sistemi informativi, della rispondenza dei 
processi amministrativi contabili ai criteri di correttezza e di regolare tenuta della 
contabilità  e dell’efficienza dei controlli svolti all’esterno.89 
Se sussistono determinate condizioni dell’impresa, anche tale attività può essere 
esternalizzata. 
Nel momento in cui ci si riferisce ad un gruppo assicurativo le condizioni da 
rispettare per l’accentramento della revisione interna in un’unità specializzata 
sono: 
§ l’individuazione di un referente interno che curi i rapporti con il 
responsabile della funzione di gruppo; 
§ l’adozione di procedure che garantiscano di calibrare l’intervento di 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
88 Confronta G. Grossi, “Internal Auditing, l’inizio di una nuova avventura”, Associazione 
Italiana Internal Auditing, Milano, 2003, pag. 39 e ss. 
89 Confronta E. Parretta, “Informazioni chiare e responsabilità precise”, Internal Audit, 2006.	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revisione interna in funzione delle caratteristiche operative di ciascuna 
delle imprese controllate. 
E’ necessario stabilire l’eventuale rapporto tra referente interno e responsabile 
dei controlli sulle attività di controllo esternalizzate; le possibili situazioni che si 
possono creare sono le seguenti: 
- i due ruoli sono alternativi; 
- i due ruoli, se pur differenziati, vengono assegnati allo stesso soggetto; 
- i due ruoli sono assegnati a soggetti diversi. 
Sicuramente quest’ultima ipotesi è la più adeguata, soprattutto a livello 
prudenziale. 
Il ruolo dell’Internal Auditor è cambiato notevolmente nel corso degli anni. In 
passato quest’attività riguardava principalmente le verifiche contabili, che 
consentivano alle società di ridurre il costo della revisione e gli interventi di tipo 
ispettivo; per questo si parlava della funzione di ispettorato, che aveva il compito 
di verificare il corretto comportamento degli individui, il rispetto delle normative 
e dei regolamenti e la corretta applicazione dei principi contabili. 
Oggi questa funzione ha un ruolo determinante nel raggiungimento degli 
obiettivi aziendali e per il miglioramento dei sistemi dei governi aziendali.90 
Sicuramente gli scandali finanziari verificatesi negli ultimi anni hanno portato un 
potenziamento della funzione di Audit, dato che tali attività illecite hanno 
evidenziato la necessità di istituire, all’interno delle aziende, dei professionisti 
del controllo che possano garantire la correttezza e la veridicità dell’informativa 
societaria. 
 
 
3.2 Gli aspetti operativi della funzione di Audit. 
Il processo di revisione è costituito da una serie di fasi che hanno il compito di 
ottenere le informazioni necessarie e di pianificare le verifiche da eseguire, per 
poter consentire al revisore di esprimere un giudizio di attendibilità sostanziale 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
90 Confronta L. Marchi, “Internal auduting: corso di base”, pag. 9.  
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del bilancio che è sottoposto a revisione, (revisione contabile), oppure di valutare 
l’efficienza, l’efficacia e l’economicità della gestione, (revisione gestionale). 
Il grado di dettaglio e l’orientamento delle verifiche assumono una diversa 
configurazione in funzione delle differenti tipologie di revisione.91 
Le fasi tipiche dell’attività di Audit possono essere individuate in: 
§ Pianificazione: programmazione dei piani periodici delle attività di 
Internal Auditing (Audit Plan); 
§ Esecuzione: svolgimento dell’attività di verifica secondo il piano 
programmato; 
§ Reporting: eseguire consuntivi e rendiconti delle attività svolte; 
§ Monitoraggio: osservazione e controllo continuo delle criticità emerse 
durante le attività di verifica. 
Il documento principale per svolgere l’attività di audit è rappresentato dall’audit 
plan, che ha una valenza strategica. Secondo le disposizioni normative deve 
essere approvato dal Consiglio di Amministrazione nella fase iniziale e anche le 
successive modifiche sono sottoposte alla sua verifica.  
Questo documento viene redatto non solo per elencare le attività che verranno 
sottoposte a controllo, ma anche per evidenziare quali aree non saranno 
verificate, ma che probabilmente verranno analizzate negli anni successivi. 
Questo significa che l’Internal Auditing si assumerà il rischio di non andare ad 
analizzare determinate aree, che potrebbero quindi, avere delle carenze di 
controllo e nelle quali si potrebbe anche verificare la possibilità di perdite 
economiche significative. 
Il Responsabile Audit al fine di indirizzare le attività di Internal Auditing in una 
prospettiva di efficacia ed efficienza, dovrà porre in essere una “triplice” attività 
di pianificazione: pianificazione pluriennale, programmazione annuale e 
pianificazione di dettaglio. 
Nella prima vengono elencate le motivazioni per cui determinate aree verranno 
sottoposte al controllo, mentre su altre non verrà svolta tale attività, il tutto 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
91 Confronta L. Marchi, “Revisione aziendale e sistemi di controllo interno”, Giuffrè, Milano, 
2004. 
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riferito all’esercizio futuro. L’obiettivo principale è quello di individuare quelle 
attività che presentano, sulla base di determinati parametri, caratteristiche per le 
quali è necessario un audit in maniera più urgente.  
Alcuni esempi di parametri utilizzabili sono i seguenti: 
• Risultanze dall’attività di Risk Management: maggiore è la rischiosità 
dell’area, prioritario risulterà l’inserimento nell’audit plan annuale; 
• Risorse finanziarie disponibili; 
• Numeri di addetti coinvolti; 
• Ultimo audit effettutato; 
• Danno di immagine provocabile; 
• Attività svolta da altri preposti al controllo; 
• Vulnerabilità dell’area, considerando dunque la complessità gestionale, le 
dimensioni e la rilevanza del processo in rapporto agli obbiettivi 
aziendali.92 
Con il seguente esempio (tabella 4) è possibile capire come svolgere una 
valutazione delle aree da mettere o non mettere all’interno del piano pluriennale. 
In pratica, viene data una valutazione qualitativa ai parametri presi in 
considerazione, facendo corrispondere un numero su una scala (per esempio da 1 
a 5), verranno così identificate le aree che necessitano più velocemente di un 
audit. 
 
 
 
 
 
 
 
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
92 Confronta S. Corbella, N. Pecchiari, “Internal Auditing. Aspetti di struttura e di processo, i 
risultati di una ricerca empirica”, Egea, Milano, 1999, pag. 110. 
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Tabella 4. Esempio: valutazione delle aree da inserire nel piano pluriennale. 
 
Fonte: E. Parretta, “Controllo interno e assicurazioni. L’attività dell’internal auditor nel sistema 
di governance delle imprese assicuratrici”, op. cit. pag. 103. 
 
Il piano pluriennale viene anche detto piano delle priorità, dove la priorità è 
riferita ai rischi e di conseguenza alla valutazione effettuata nell’attività di audit, 
inoltre, è rivolta principalmente a quelle aree circoscritte dal piano annuale e 
monitorate in quello pluriennale. 
Il piano pluriennale di audit è ripartito nei programmi annuali, questi ultimi 
ricoprono l’intero arco annuale, con un aggiornamento continuo e adeguato del 
piano dell’anno successivo, in funzione delle esigenze necessarie che potrebbero 
manifestarsi. 
Il piano delle priorità viene revisionato ogni anno ed è il punto di inizio per il 
piano audit annuale, anche questo assoggettato all’approvazione dell’Organo 
Amministrativo.93 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
93 Confronta A. Cappiello, “Regolamentazione e Risk Management nelle imprese assicurative. 
Profili evolutivi”, op. cit., pag. 104. 
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Per quanto riguarda tale piano si fa riferimento, prima di tutto, alla definizione 
delle risorse disponibili, tenendo conto dell’esclusione di ferie e festività, di corsi 
interni e di possibili altre assenze, vengono così considerati approssimativamente 
200 giorni effettivi lavorativi per ciascun addetto. 
Successivamente, si dovranno chiarire gli interventi di audit da effettuare durante 
l’anno successivo e che prenderanno in considerazione quelle aree che sono state 
dichiarate prioritarie nel precedente piano. 
Il piano di dettaglio è l’ultima fase della pianificazione, anch’esso viene 
sottoposto all’approvazione del Consiglio di Amministrazione. Il responsabile 
della revisione, tramite questo documento, fornisce ai consiglieri informazioni 
aggiuntive su ogni intervento pianificato.  
Ad esempio possono esservi dettagli sull’obiettivo dell’audit, sui servizi oggetto 
di verifica, sui principali fattori di rischio, sui sistemi da verificare, sulle 
principali attività da svolgere, sulle competenze necessarie all’assolvimento 
dell’incarico, sui giorni-uomo stimati e sul momento di effettuazione 
dell’intervento. 
A questo punto, una volta che il piano è stato approvato, l’Internal Auditing 
eseguirà le opportune analisi; tenendo presente che ogni audit dovrà essere 
adeguatamente e correttamente documentato.  
La documentazione deve presentare le attività compiute, le risultanze, le 
conclusioni e le raccomandazioni, così come le misure concordate, in forma 
chiara e comprensibile a terzi.  
In caso di situazioni particolari, l’Internal Auditing deve informare 
l’Amministratore Delegato e, se necessario, anche il Presidente del Consiglio di 
Amministrazione. Si fa riferimento in questo caso ad attività illecite. 
In pratica, l’analisi sul sistema di controllo interno è costituita da una serie di 
attività che forniscono al revisore quelle informazioni necessarie per poter 
esprimere un giudizio sulle aree auditate. 94 
Queste attività possono essere: 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
94 Confronta E. Parretta, “Controllo interno e assicurazioni. L’attività di Internal Auditor nel 
sistema di governance delle imprese assicuratrici”, op.cit., pag. 106 
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− analisi dei documenti aziendali che esprimono come si dovrebbe 
sviluppare l’attività  di audit; 
−  interviste agli operatori dirette ad acquisire informazioni 
sull’operatività; 
− osservazione per verificare lo svolgimento dell’attività e dell’intervento 
di audit; 
− test campionari per analizzare la concreta applicazione del sistema di 
controllo interno nell’operatività precedente, selezionata in base a 
diversi criteri; 
− analisi per eccezioni, volta a individuare quelle anomalie che 
necessitano, secondo il giudizio dell’Internal Auditing, di 
approfondimenti e chiarimenti. 
L’attività di verifica è svolta, nella maggioranza dei casi, su base campionaria. Il 
processo di campionamento deve essere pertanto adeguatamente definito e tarato 
in funzione del grado di affidamento che l’Auditor pone sulle altre eventuali 
procedure di auditing che intende svolgere. 
In linea generale, si possono avere le seguenti tre tipologie di applicazioni 
campionarie: discrezionale matematico, discrezionale non matematico e 
statistico; l’approccio campionario da parte dell’audit team di norma dipende dai 
fattori rappresentati dalla tabella seguente (Tabella 5). 
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Tabella 5. I fattori di approccio al campionamento. 
Fasi operative dell’auditL’attività di Internal Audit – L’attività di verifica
L’attività di verifica è svolta, nella maggioranza dei casi, su base campionaria. Il processo di
campionamento deve essere pertanto adeguatamente definito e tarato in funzione del
grado di affidamento che l’auditor pone sulle altre eventuali procedure di auditing che
intende svolgere.
In linea generale, si possono avere le seguenti tre tipologie di applicazioni campionarie:
• Discrezionale matematico
• Discrezionale non matematico
• Statistico
La scelta dell'approccio campionario da parte dell'audit team di norma dipende dai
seguenti fattori:
 
    
Materiale didattico ad uso esclusivo dell’AIIA 22
SCELTA DELL’APPROCCIO   
FATTORI DI APPROCCIO AL 
CAMPIONAMENTO       
 - conoscenza dell’oggetto di analisi ALTA MODERATA BASSA  
 - dimensione della popolazione PICCOLA MODERATA GRANDE  
 - significatività della popolazione BASSA MODERATA ALTA 
 - Affidamento su:      
         - Controlli interni ALTO MODERATO BASSO 
         - Altre procedure ALTO MODERATO BASSO 
       
 - accuratezza richiesta BASSA MODERATA ALTA 
 - errore atteso BASSO MODERATO ALTO 
 - altre caratteristiche di rischio BASSO MODERATO ALTO 
APPROCCIO SCELTO:       
DISCREZIONALE NON MATEMATICO      
DISCREZIONALE MATEMATICO      
STATISTICO      22 
Fonte: P. Traso, “L’attività di Internal Audit. Le fasi tipiche della revisione”. 
 
 
Adesso ci soffermiamo su alcuni esempi di verifiche che possono essere fatte 
all’interno delle compagnie di assicurazione.95 
1° controllo: per un campione di clienti a cui sono stati venduti prodotti finanziari 
o assicurativi, verificare la corretta sottoscrizione o conservazione dei seguenti 
documenti:  
− Informativa precontrattuale e relativa dichiarazione di avvenuta consegna 
della medesima documentazione; 
− Proposta di assicurazione; 
− Questionario CONSOB/IVASS a seconda della tipologia della polizza; 
− Incarico di brokeraggio. 
Inoltre, è necessario verificare il corretto invio alla compagnia di assicurazione 
delle copie di spettanza della proposta di polizza. 
2° controllo: per un campione di clienti a cui sono stati venduti prodotti 
assicurativi, accertare la corretta acquisizione della modulistica in presenza di: 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
95 Confronta P. Traso, “L’attività di Internal Audit. Le fasi tipiche della revisione”, op. cit. 
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- variazione del beneficiario; 
- variazione delle modalità di regolamento;  
- richiesta di revoca o recesso; 
- richiesta di riscatto totale o parziale. 
3° controllo: accertare per le polizze scadute da oltre 15 giorni, che sia stato 
eseguito il relativo quietanzamento; rilevare l’esistenza di sospesi di anzianità 
rilevante, individuando le cause che li hanno generati. 
 
Figura 8. L’attività di verifica. Fasi operative dell’auditL’attività di Internal Audit – Esempi di verifiche
Verifica prevista Campione da esaminare
Esito delle 
verifiche
Criticità
Ok
Rendicontazione 
anomalia rilevata
Azione 
migliorativa 
proposta
Materiale didattico ad uso esclusivo dell’AIIA 23 23
 
 
Fonte: P. Traso, “L’attività di Internal Audit. Le fasi tipiche della revisione”. 
 
Il rapporto di audit, o audit report, viene redatto dopo ogni verifica effettuata. 
Solitamente, questo è l’argomento d’incontro conclusivo con il manager 
responsabile delle unità oggetto di audit e, in molti casi, il report è sottoscritto sia 
dall’Internal Auditing sia dal responsabile della funzione oggetto dell’intervento; 
questo permette di evidenziare la condivisione del documento, delle carenze 
contenute e delle azioni migliorative pianificate. 
Se c’è discordia tra l’attività di audit e l’area controllata, allora sarà necessario 
informare l’Amministratore Delegato che dovrà ricercare una soluzione; inoltre, 
il report deve essere consegnato anche al Consiglio di Amministrazione e al 
Collegio Sindacale. 
Le caratteristiche del rapporto di audit sono: 96 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
96 Confronta L. Filonzi, “La diffusione di valori etici nel sistema di controllo interno. Il 
contributo dell’Internal Auditor”, Rivista Auditing, 2002. 
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− obiettività: si deve basare esclusivamente su dati e fatti oggettivamente 
riscontrabili; 
− chiarezza: devono essere fornite le soluzioni da seguire per poter 
incrementare l’efficienza e l’efficacia del sistema di controllo interno; 
− sinteticità: per consentire di effettuare un esame adeguato da parte dei 
consiglieri, in un arco temporale accettabile; 
− tempestività: i membri dell’Organo Amministrativo e quelli dell’Organo 
di controllo devono ricevere il rapporto di audit al primo consiglio utile o 
immediatamente in casi di particolare gravità. 
I report possono essere ordinari, se riguardano un solo intervento di audit, oppure 
consuntivi/periodici, se relativi all’attività complessiva svolta in un arco 
temporale definito (semestrale). 
Il processo di Internal Auditing termina con l’attività di follow up, ossia 
nell’attività di monitoraggio che consiste nel controllare che coloro che sono stati 
identificati come responsabili, a fronte delle anomalie emerse durante le 
verifiche, abbiano intrapreso adeguate azioni correttive indicate dall’auditor. 
Per questo deve essere specificamente individuata la persona o la struttura 
responsabile della risoluzione delle criticità emerse in sede di revisione.  
Gli esiti dell’attività di follow up sono monitorati facendo riferimento 
all’evoluzione degli interventi finalizzati alla rimozione delle criticità rilevate in 
precedenza. 
L’IVASS detta, comunque, solo delle indicazioni in relazione al ciclo di auditing, 
quali la predisposizione del piano di attività, la stesura della relazione di un 
consuntivo con le risultanze delle verifiche e delle carenze rilevate, i flussi 
informativi verso il Consiglio di Amministrazione, Alta direzione e Collegio 
Sindacale.97 
Della parte operativa se ne occupa A.I.I.A98, dove viene previsto un processo di 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
97 Confronta W. Montanari, “La funzione di controllo interno e di compliance nel contesto 
assicurativo, riferito ad un gruppo quotato: gruppo cattolica assicurazioni.”, op. cit. 
98 A.I.I.A è l’Associazione Italiana Internal Auditors, costituita nel 1972 e riconosciuta come 
affiliazione dell’I.I.A, leader mondiale nella professione dell’Internal Auditor.	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audit che si compone delle seguenti tre fasi: 
1. Analisi preliminare; 
2. Esecuzione dell’incarico; 
3. Comunicazione dei risultati; 
Di seguito la presentazione grafica del processo di Audit (figura 9). 
 
Figura 9. Il processo di Audit. L’ottovolante dell’intervento di audit
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Fonte: Institute of Internal Auditors. 
 
Dove la fase di kick off meeting rappresenta l’incontro con i responsabili delle 
aree esaminate nella fase iniziale dell’incarico e l’exit meeting è l’incontro di 
presentazione dei risultati ai responsabili delle aree controllate. 
In conclusione, è possibile dire che l’attività di revisione interna definisce la 
priorità, esamina l’area selezionata, indica gli interventi da seguire per un 
miglioramento dell’efficienza, condivide con il responsabile operativo entità, 
modalità e tempi degli interventi, dei quali verifica l’esecuzione. 
E’ evidente, quindi, che tale attività porta un significativo miglioramento al 
sistema dei controlli interni. 
Il ruolo attivo dell’Internal Auditing nella progettazione del sistema di controllo 
  
	  
85	  
interno, stante i vincoli imposti dalla regolamentazione di vigilanza, si può 
concretizzare nella realizzazione dell’attività consulenziale e di supporto ai 
vertici direzionali e all’aree operative nonché attraverso un’azione di moral 
suasion che conduca a positivi follow up; di contro, nell’area ispettiva in senso 
stretto è prevalente la finalità di monitoraggio e valutazione del sistema di 
controllo interno. 
 
 
3.3 La collaborazione tra l’Internal Auditing e le altre attività di controllo. 
In questo paragrafo andremo ad analizzare come l’Internal Auditing nello 
svolgere la propria attività è tenuto ad avere collegamenti funzionali con gli altri 
enti preposti al controllo, dalla cui collaborazione possono nascere sinergie utili 
per il sistema di controllo interno. 
 
 
L’Internal Auditing e il Risk Management. 
Il revisore interno, in primo luogo, può sottoporre a controllo il processo di Risk 
Management oppure può fornire procedimenti e competenze e, infine, eseguire 
direttamente il coordinamento e monitoraggio dell’intero sistema di Risk 
Management.99 
Con i nuovi Standard, l’Internal Auditor ha il compito di assistere 
l’organizzazione nell'individuazione e nella verifica delle esposizioni al rischio 
più rilevanti e di contribuire al miglioramento dei sistemi di Risk Management e 
di controllo. Da questo possiamo capire che il ruolo che ricopre l’Internal 
Auditing all’interno dell’attività di Risk Management ha sicuramente un notevole 
rilievo. 
In dettaglio, le attività che l’Internal Auditor potrà svolgere riguardano ad 
esempio:100 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
99 Confronta G. Grossi, “Il ruolo dell’Internal Audit nel Risk Management”, Rivista Auditing, 
2002, pag. 11. 
100 Confronta G. D’Onza, A. Silvestri, “Internal Auditing: corso avanzato”, op. cit., pag 71.	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1. l’assurance che il management ha utilizzato correttamente le metodologie 
di individuazione, verifica e gestione dei rischi e che le scelte effettuate 
risultino efficaci; 
2. il supporto al management nella fase di identificazione e valutazione dei 
rischi e nella definizione delle azioni di gestione;  
3. la valutazione dell’attività di reporting dei rischi attivati all’interno 
dell’organizzazione;  
4. la facilitazione dei processi di identificazione dei rischi da parte dei 
manager;  
5. la formazione dei manager sulle metodologie e le tecniche di risk 
assessment;  
6. lo sviluppo del framework dell’ERM nell’organizzazione.  
 
 
L’Internal Auditing e la Revisione Esterna. 
Con l’introduzione degli Standard Internazionali si è sviluppata un’attività in cui 
il Responsabile Audit ha il compito di coordinare le proprie attività con quelle 
dei revisori esterni, comunicando a questi ultimi le informazioni di cui è venuto 
in possesso e che possono essere utili al lavoro di audit, in maniera tale da non 
creare sovrapposizioni di controlli e migliorare i risultati dei rispettivi incarichi. 
L’attività di revisione interna può fornire dei risultati conoscitivi che possono 
rappresentare un valido contributo per lo svolgimento dell’attività di revisione 
esterna, tenendo presente che in questo modo è possibile avere una riduzione dei 
costi per l’impresa. Il revisore esterno potrà, quindi, utilizzare le informazioni 
fornite dall’Internal Auditor durante le sue verifiche, in modo da evitare delle 
duplicazioni delle attività.101 
Inoltre, il revisore esterno può fornire, a sua volta, eventuali anomalie che ha 
riscontrato durante il suo operato, che possono rappresentare per l’Internal 
Auditor il punto di riferimento per ulteriori approfondimenti. 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
101 Confronta L. Marchi, “Internal auditing: corso base”, op.cit, pag. 11. 
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Un’adeguata gestione delle due attività può creare, quindi, utili sinergie 
all’interno della struttura aziendale; mentre, se queste non vengono coordinate 
adeguatamente, possono portare a sovrapposizioni di attività, inefficienze o 
carenze all’interno dell’azienda. 
Per agevolare i flussi di comunicazione tra le due figure sarebbe vantaggioso 
consentire un libero accesso alla documentazione delle rispettive attività.  
Tuttavia, tale rapporto può essere ostacolato perché influenzato da fattori di tipo 
soggettivo e dal tipo di società oggetto di analisi. 
 
 
L’Internal Auditing e il Collegio Sindacale. 
I sindaci, di società quotate o non quotate, possono usufruire nel compimento dei 
loro doveri, dell’attività svolta dal preposto al controllo interno che generalmente 
coincide con il responsabile della funzione di Internal Auditing.102 
Il Collegio Sindacale deve effettuare preliminarmente una valutazione sul 
mandato che è stato conferito alla funzione di Internal Auditing, che deve essere 
approvato dall’Alta Direzione. Tale mandato deve contenere le finalità 
dell’incarico, le responsabilità ed i compiti della funzione.  
Un’attività che il Collegio dovrà eseguire consiste nella valutazione della 
funzione di audit, il quale controllerà se è dotata di risorse disponibili adeguate, 
di corrette competenze professionali, di un idoneo posizionamento organizzativo 
e di un’adeguata indipendenza ed obiettività. 
Per gestire con più precisione la propria funzione di vigilanza, il Collegio 
Sindacale dovrà misurare l’attività di Audit, alla quale potrà fornire utili 
indicazioni e suggerimenti per rafforzare il proprio lavoro. Considerando ciò, 
nello svolgere la propria attività, il Collegio dovrà eseguire delle interviste 
oppure potrà richiedere al vertice esecutivo il ricorso alla Quality Assurance 
Review affidata a personale specializzato ed indipendente.  
Per svolgere un’adeguata attività di vigilanza, tra le due figure, devono 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
102 Confronta M. Allegrini - G. D’Onza, “Internal Auditing and Risk Assessment in Large 
Companies: an Empirical Survey”, International Journal of Auditing, vol. 7, 2003.	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svilupparsi dei flussi informativi continui ed adeguati. Ad esempio, il Collegio 
Sindacale dovrebbe richiedere delle comunicazioni periodiche idonee a tenerlo 
informato circa la presenza di atti ed eventi anomali e circa il regolare 
svolgimento del piano di audit, richiedere anche l’elenco delle verifiche svolte, la 
copia della relazione predisposta dallo stesso Internal Auditor e del relativo piano 
di audit. Il Collegio dovrà essere informato anche nei casi in cui il vertice 
esecutivo si comporti con superficialità nei confronti del sistema di controllo 
interno, nei casi in cui non siano state concesse sufficienti risorse all’attività di 
Auditing, nonché nei casi in cui il vertice esecutivo commetta violazioni dolose 
della legge o dello statuto. 
Il Collegio dovrà, inoltre, istruire la funzione di Internal Auditing circa le 
valutazioni raccolte dalla società di revisione, collegati ai punti di debolezza del 
sistema di controllo interno ed amministrativo-contabile. 
Se collaborano tra di loro, queste due figure, possono ottenere dei vantaggi 
ognuna per le rispettive attività. 
 
 
L’Internal Auditing e il Comitato di controllo interno. 
Per consentire al Consiglio di Amministrazione di esprimere una sua valutazione 
sull’efficacia e sull’adeguatezza del sistema di controllo interno e dei processi di 
Risk Management, viene affidata al Comitato di controllo interno una specie di 
attività istruttoria. 
Il Comitato può avvalersi nelle strutture più grandi e complesse della funzione di 
Internal Auditing per poter svolgere nel miglior modo possibile la sua attività. 
L’Auditor diventa il suo principale interlocutore per lo svolgimento delle attività 
di verifica e potenziamento dei sistemi di controllo interno e di Risk 
Management. 
Uno degli obiettivi principali, per esempio, del Codice di Autodisciplina è quello 
di creare un stretta connessione tra queste due figure, per questo raccomanda che 
sia il Comitato ad esaminare e valutare il piano di lavoro redatto dal preposto al 
controllo interno e ad analizzare le relazioni periodiche svolte dall’Organo di 
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revisione interna durante la propria attività di verifica. 
La previsione del Codice di Autodisciplina ha determinato, in diversi casi, un 
cambiamento delle linee di riporto gerarchico e funzionale dell’Internal Auditing, 
che è stato posto alle dirette dipendenze del Comitato o del suo Presidente. 
Tale soluzione dovrebbe contribuire a rafforzare l’indipendenza della funzione di 
Audit in quanto il Comitato, stante a quanto previsto dal Codice, deve essere 
costituito da amministratori non esecutivi, la maggioranza dei quali 
indipendenti.103 
Le normative sia assicurative che bancarie si sono basate su i principi dettatati 
dal Codice, in riferimento alla collaborazione tra l’Auditor e il Comitato. 
In alcune aziende la richiesta di interventi di Quality Assurance Review, le 
valutazioni del mandato di audit ed altri aspetti rientrano, ora, fra le competenze 
del Comitato di controllo interno. 
Un altro compito del Comitato riguarda il coordinamento fra le attività di 
auditing interno ed esterno, contabile e gestionale, in modo da sviluppare forti 
sinergie e favorire il miglioramento del controllo della Governance. 
 
 
L’Internal Auditing e la gestione dei reclami. 
I reclami sono visti con un indicatore importante per dare un giudizio sulla 
qualità del servizio e sui prodotti che vengono erogati dalle compagnie.  
Per questo l’IVASS ha imposto alle assicurazioni la gestione dei reclami 
attraverso un apposito ufficio e la tenuta di un registro la cui gestione è attribuita 
all’Internal Auditing.  
Quest’ultimo è anche responsabile nei confronti dell’IVASS per le problematiche 
inerenti la gestione dei reclami e deve, trimestralmente, informare 
l’Amministratore Delegato, o il Direttore Generale, sui dati e sulle informazioni 
raccolte dal registro e inviare anche una relazione contenente i settori 
dell’organizzazione che presentano più reclami; ciò poi dovrà essere posto 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
103 Confronta L. Marchi, “Internal Auditing: corso base”, op. cit., pag. 18. 
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all’attenzione del Consiglio di Amministrazione e del Collegio Sindacale.104 
A prescindere dalle disposizioni normative, l’attenta gestione dei reclami 
risponde alla forte volontà aziendale di perfezionare il monitoraggio delle 
richieste dei clienti nell'ottica delle politiche di customer retention ritenute dalle 
aziende sempre più strategiche.  
L’Internal Auditing potrà, quindi, esprimere un miglior e più adeguato giudizio 
sul sistema dei controlli interni grazie alla tenuta di questo registro e alle 
informazioni in esso contenuto. 
 
 
L’Internal Auditing e la prevenzione delle frodi. 
La presenza di fenomeni truffaldini all’interno delle compagnie è molto diffuso, 
tutto ciò è anche dovuto alla natura aleatoria delle passività assicurative, che sono 
caratterizzate da asimmetria informativa.  
La frode può essere commessa: 
§ alla stipulazione del contratto; 
§ al momento dell’evento; 
§ alla liquidazione del sinistro. 
Le frodi colpiscono tutte le tipologie di polizze, anche se è più facile trovarle nel 
ramo danni, le polizze incendio e furto sono quelle in cui la truffa è più diffusa. 
L’unità antifrode è ormai presente in quasi tutte le compagnie operanti nel ramo 
danni e mira a prevenire i fenomeni fraudolenti interessandosi in maniera 
particolare alle aree assuntive e liquidative.  
Tale funzione può essere posta all’interno dell’attività di Internal Auditing, da 
ciò ne possono derivare diverse sinergie. Tuttavia, ciò è possibile nel momento in 
cui è presente un’unità di controllo non coinvolta nella gestione delle pratiche, se 
non come advisor, ovviamente senza potere decisionale; quest’organizzazione 
presuppone una forte cooperazione tra l’unità antifrode e i servizi operativi. 
Le compagnie italiane operanti sul ramo danni hanno un’unità che si occupa dei 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
104 Confronta E. Parretta, “Controllo interno e assicurazioni. L’attività dell’Internal Auditor nel 
sistema di governance delle imprese assicuratrici”, op. cit., pag. 120 e ss.	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fenomeni truffaldini, anche se in maniera non esclusiva.  
La sistemazione delle strutture Antifrode risulta essere abbastanza differenziata e 
la presenza all’interno della struttura di Internal Auditing è alquanto frequente. 
 
 
3.4 L’internal Auditing nel contesto assicurativo futuro. 
Nel settore assicurativo, l’Internal Auditing ha visto progressivamente crescere i 
suoi compiti e responsabilità e incrementare la propria importanza all’interno 
dell’impresa.  
Questa evoluzione della funzione è avvenuta coinvolgendo tale attività in altre 
aree aziendali, per esempio ai reclami e alle frodi. 
Certamente Solvency II ha dato il giusto stimolo alle assicurazioni per 
implementare un sistema di controllo interno indirizzato a svolgere un’attenta 
gestione dei rischi. 
L’Internal Auditing può assumere nel tempo un ruolo di garante della qualità, 
particolarmente significativo sia per gli azionisti che per gli enti di vigilanza, 
all’interno di un sistema di controllo integrato. 
Il punto di forza sarà quello, però, di far percepire il valore aggiunto di 
quest’attività a tutto il management, non visto solo come obbligo imposto 
dall’IVASS, ma sentito come un reale supporto che il revisore interno può dare ai 
vari settori dell’impresa. Il supporto di un ente indipendente che valuta in 
maniera professionale il sistema di controllo interno della propria area, dovrebbe 
essere sempre per il manager una cosa gradita e desiderata. Questo in particolare 
nel business assicurativo caratterizzato da delle peculiarità che accentuano la 
necessità di un controllo adeguato.105 
Tuttavia può capitare che il revisore interno non sia ben accetto all’interno 
dell’impresa, questo perché prima di tutto viene visto come un soggetto che 
effettua un intervento ispettivo dal quale è necessario difendersi e, in secondo 
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  Confronta E. Parretta, “Controllo interno e assicurazioni. L’attività dell’Internal Auditor nel 
sistema di governance delle imprese assicuratrici”, op. cit., pag. 147 e ss.	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luogo, l’approccio dell’Internal Auditing mira solo ai controlli non considerando 
che questi sono il mezzo e non il fine. 
Ciò può essere responsabilità anche dello stesso Auditor, che ha il compito di 
sanare queste problematiche, se sussistono, attraverso la diffusione di un 
informazione adeguata su tale attività verso i colleghi o verso il top management 
oppure mediante una giusta formazione per sé e per il  personale, per cercare così 
di far apprezzare in maniera corretta e migliore il suo ruolo. 
Comunque la definizione che è stata data dall’Institute of Internal Auditors 
all’attività di Internal Auditing risulta essere una valida linea guida per poter 
perseguire tutti i compiti che norme vigenti o gli stakeholder vorranno dare al 
revisore interno. 
In conclusione, possiamo dire che anche grazie alla continua evoluzione delle 
normative, le imprese stanno ricercando e lo faranno sempre di più, sistemi di 
controllo aziendale sempre più sofisticati e in gradi di monitorare e gestire 
correttamente la crescente complessità operativa ed i correlati profili di rischio; 
inoltre, la funzione di Internal Auditing è fondamentale per poter rafforzare tale 
sistema. 
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CAPITOLO 4 
 
IL SISTEMA DEI CONTROLLI INTERNI: UN CONFRONTO TRA 
BANCA E ASSICURAZIONE 
 
 
4.1 La disciplina del sistema dei controlli interni nelle banche. 
Nel corso degli ultimi vent’anni l’attività bancaria ha subito una notevole 
evoluzione, gli operatori coinvolti sono aumentati e si è verificata la necessità di 
un ampliamento della gamma dei servizi da offrire, per soddisfare l’esigenza di 
un’offerta sempre più articolata e complessa.106  
Il management ha dovuto, così, affrontare delle difficoltà legate alla gestione di 
questo cambiamento, cercando, nonostante queste variazioni, di continuare a 
perseguire l’obiettivo della redditività e dalla sana e prudente gestione.  
Per questo le banche hanno iniziato a dotarsi di un sistema di controlli interni 
adeguato, che permetta una corretta gestione della variabile rischio-
rendimento.107 
A livello normativo, i controlli interni e l’organizzazione aziendale all’interno 
degli intermediari finanziari sono stati introdotti con il TUB, agli articoli 51, 53 e 
67 comma 1 lettera d.108 
Per quanto riguarda il controllo interno nell’ambito del gruppo bancario la fonte 
legislativa risale alla circolare n. 229 del 21 aprile 1999, riguardante le istruzioni 
di vigilanza per le banche. 
Queste prime indicazioni hanno trovato un ulteriore approfondimento con la 
delibera del Cicr, Comitato interministeriale del credito e del risparmio, del 2 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
106 Confronta T. Bianchi, G. Carosio, F.M. Frasca, S. Cassese, “I cambiamenti nella 
regolamentazione sui requisiti patrimoniali e negli assetti proprietari delle banche”, Università 
Cattolica, Quaderno n. 200, Milano, 2002. 
107 Confronta V. Pesic, “Il sistema dei controlli interni nella banca. Obbiettivi manageriali ed 
esigenze di vigilanza per il governo dei rischi”, Bancaria Editrice, Roma, 2009. 
108 Confronta Testo Unico delle legge in materia bancaria e creditizia, Decreto Legislativo 1° 
settembre del 1993, n. 385.	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agosto 1996 e con la comunicazione della Consob del 20 febbraio 1997. 
La Banca d’Italia ha, quindi, provveduto a disciplinare in maniera organica il 
sistema dei controlli interni attraverso l’emanazione di regole valide per tutte le 
banche, in modo tale da mantenere flessibile la struttura organizzativa e ricercare 
il maggior impegno possibile e responsabilità da parte del management delle 
stesse. 
La normativa definisce il sistema di controllo interno come uno strumento 
fondamentale per condurre l’impresa verso la realizzazione dei suoi obiettivi e 
che coinvolge tutta la struttura aziendale. 
Continuando con la normativa, la circolare 263/2006 ha introdotto le “Nuove 
disposizioni di vigilanza prudenziale per le banche”; tale circolare ha recepito le 
direttive comunitarie 2006/48/CE e 2006/49/CE ed il documento di 
"Convergenza internazionale della misurazione del capitale e dei coefficienti 
patrimoniali”. Inoltre, comprende il nuovo schema di regolamentazione del 
Comitato di Basilea per la vigilanza bancaria, ossia Basilea II.109 
Da considerare in modo particolare l’ultimo aggiornamento, il 15° del 2 luglio 
2013, che ha inserito tre nuovi capitoli in materia di sistema di controllo interno, 
sistema informativo e continuità operativa; tali modifiche sono entrate in vigore 
il 1° luglio 2014. 
La recente crisi finanziaria ha confermato l’importanza di istituire un’adeguata 
Governance e un sistema di controllo interno efficiente nelle banche, volte a 
garantire la sana e prudente gestione e la stabilità del sistema finanziario delle 
imprese stesse.110 
Tale aggiornamento è collegato proprio a quest’aspetto, infatti, ha come scopo: 
− rafforzare la capacità delle banche nella gestione dei rischi aziendali;  
− rivedere organicamente l’attuale quadro normativo in materia di sistema 
dei controlli interni, sistemi informativi e continuità operativa;  
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
109 Basilea II è un accordo internazionale di vigilanza prudenziale, maturato nell’ambito del 
Comitato di Basilea, riguardante i requisiti patrimoniali delle banche. 
110 Confronta L. Galli, “L’aggiornamento della Circolare 263: profonde novità sul Sistema dei 
Controlli Interni delle Banche, nel sottile equilibrio tra costi e benefici”, 2013. 
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− allineare la normativa nazionale alle previsioni comunitarie.  
Per questo le banche hanno il compito di predisporre una relazione che contenga 
un’autovalutazione della situazione aziendale della propria impresa rispetto alle 
previsioni della nuova normativa (Gap Analysis) e che evidenzi le misure da 
adottare in un determinato arco temporale per assicurarne il pieno rispetto 
(Master Plan). 
In merito alla nuova disciplina, la Banca d’Italia ha evidenziato un quadro 
normativo organico e coerente con la prassi internazionale e con le 
raccomandazioni dei principali organismi internazionali, anticipando anche il 
recepimento di principi e regole contenute nella direttiva comunitaria CRD IV111, 
basandosi su alcuni principi di fondo: il coinvolgimento dei vertici aziendali; la 
visione integrata dei rischi; l’efficienza e l’efficacia dei controlli; l’applicazione 
delle norme in funzione della dimensione e della complessità operativa delle 
banche. 112 
E’ necessario applicare le nuove disposizioni secondo il principio di 
proporzionalità, cioè in base alla dimensione e alle complessità operative, alla 
natura dell’attività svolta e alla tipologia dei servizi prestati.113 Tale disciplina si 
rivolge anche alle capogruppo di gruppi bancari. 
Le misure, quindi, che devono adottare le banche in relazione a questo 
aggiornamento sono le seguenti: 
− aggiornamento delle responsabilità attribuite agli organi aziendali e 
conseguente revisione della normativa interna di riferimento; 
− definizione e implementazione del Risk Appetite Framework (RAF); 
− revisione del posizionamento gerarchico delle funzioni di controllo di 
secondo livello; 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
111 CRD IV, ossia Capital Requirements Directive, è la quarta direttiva europea che aggiorna la 
regolamentazione dei requisiti minimi di capitale delle banche europee. 
112 Confronta Comunicato stampa Banca d’Italia del 3 luglio 2013. 
113 Confronta R. Della Vecchia, S. Spedicati, “Il sistema dei controlli interni nei gruppi bancari 
alla luce dell’aggiornamento delle nuove disposizioni di vigilanza prudenziale per le banche”, 
2013.	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− predisposizione del documento di coordinamento tra funzioni e organi di 
controllo; 
− estensione del perimetro di competenza della funzione Compliance, Risk 
Management e Internal Audit; 
− definizione e implementazione del processo di gestione e approvazione 
delle operazioni di maggior rilievo; 
− definizione e implementazione delle verifiche sul corretto monitoraggio 
dell’andamento del credito; 
− estensione del processo di convalida ai sistemi di misurazione dei rischi 
non utilizzati a fini regolamentari; 
− integrazione della mappatura dei processi, dei rischi associati e dei relativi 
presidi di controllo; 
− predisposizione della politica aziendale in materia di esternalizzazione e 
adeguamento ai nuovi dettami normativi dei contratti di esternalizzazione; 
− revisione delle responsabilità legate al governo e alla complessiva 
organizzazione del sistema informativo; 
− definizione e implementazione di una processo di analisi e gestione 
dell’IT Risk e sua integrazione all’interno del RAF; 
− definizione della policy di sicurezza informatica e implementazione delle 
attività necessarie al suo rispetto; 
− definizione e implementazione di adeguate politiche aziendali in tema di 
Governance; 
− implementazione di un processo di stima dei rischi nei casi di 
esternalizzazione del sistema informativo o di sue componenti critiche; 
− revisione e aggiornamento della Business Impact Analysis, del piano di 
continuità operativa e delle procedure di gestione della crisi; 
Le disposizioni di Banca d’Italia stabiliscono che: “Il sistema dei controlli 
interni è costituito dall’insieme delle regole, delle funzioni, delle strutture, dei 
processi e delle procedure che mirano ad assicurare, nel rispetto della sana e 
prudente gestione, il conseguimento delle seguenti finalità: 
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§ verifica dell’attuazione delle strategie e delle politiche aziendali; 
§ contenimento del rischio entro i limiti indicati nel quadro di riferimento 
per la determinazione della propensione al rischio della banca (Risk 
Appetite Framework – RAF); 
§ salvaguardia del valore delle attività e protezione dalle perdite; 
§ efficacia ed efficienza dei processi aziendali; 
§ affidabilità e sicurezza delle informazioni aziendali e procedure 
informatiche; 
§ prevenzione del rischio che la banca sia coinvolta, anche 
involontariamente, in attività illecite (con particolare riferimento quelle 
connesse con il riciclaggio, l’usura e il finanziamento al terrorismo); 
§ conformità delle operazioni con la legge e la normativa di vigilanza, 
nonché con le politiche, i regolamenti e le procedure interne”. 
Tale definizione è coerente con l’impostazione del CoSO Report. 
Anche in questa tipologia di intermediario finanziario i controlli vengono divisi 
su tre livelli:114 
1. Controlli di Linea: vengono eseguite dalle stesse strutture produttive che 
hanno attuato le operazioni oppure incorporanti le procedure e sono diretti 
ad assicurare il corretto svolgimento delle operazioni. 
2. Controlli sulla gestione dei rischi: svolti da strutture diverse da quelle 
produttive, con il compito di definire metodologie di misurazione dei 
rischi, di verificare il rispetto dei limiti assegnati alle varie funzioni 
operative e di controllare la coerenza dell’operatività delle singole aree 
produttive con gli obiettivi di rischio-rendimento, quantificando il grado di 
esposizione ai rischi e gli eventuali impatti economici. 
Controlli di conformità: svolti dalla funzione di Compliance, che ha il 
compito specifico di favorire il rispetto delle leggi, delle norme, dei codici 
interni di comportamento per minimizzare il rischio di non conformità e 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
114 Confronta E. Dellarosa, R. Razzante, “Il nuovo sistema dei controlli interni della banca. 
Riprogettare il sistema dopo Basilea II, Mifid e Compliance”, Franco Angeli, Milano, 2010, 
pag. 75 e ss. 
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rischi reputazionali a questo collegati. 
3. Revisione interna: è svolta dall’Internal Auditing con la responsabilità di 
analizzare l’adeguatezza e la funzionalità del sistema dei controlli interni. 
Tale attività è condotta sulla base del piano annuale dell’attività di 
auditing approvato dal Consiglio di Amministrazione o attraverso 
verifiche puntuali sull’operatività delle funzioni coinvolte, richieste in 
corso d’anno. 
Il sistema dei controlli interni deve, in generale:  
• assicurare la completezza, l’adeguatezza, la funzionalità, l’affidabilità del 
processo di gestione dei rischi e la sua coerenza con il RAF;  
• prevedere attività di controllo diffuse a ogni segmento operativo e livello 
gerarchico;  
• garantire che le anomalie riscontrate siano tempestivamente portate a 
conoscenza di livelli appropriati dell'impresa in grado di attivare 
tempestivamente gli opportuni interventi correttivi;  
• incorporare specifiche procedure per far fronte all’eventuale violazione di 
limiti operativi.  
Le banche verificano regolarmente, con frequenza almeno annuale, il grado di 
aderenza ai requisiti del sistema dei controlli interni e dell’organizzazione, 
adottando le misure adeguate per rimediare a eventuali carenze. 115 
Devono essere presenti: 
1. un “Organo con funzione di supervisione strategica”: l’organo aziendale a 
cui sono attribuite funzioni di indirizzo della gestione dell’impresa, 
mediante, tra l’altro, esame e delibera in ordine ai piani industriali o 
finanziari ovvero alle operazioni strategiche;  
2. un “Organo con funzione di gestione”: l’organo aziendale o i componenti 
di esso a cui spettano o sono delegati compiti di gestione corrente, intesa 
come attuazione degli indirizzi deliberati nell’esercizio della funzione di 
supervisione strategica. Il direttore generale rappresenta il vertice della 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
115 Confronta Circolare Banca d’Italia 263/2006, 15° aggiornamento, Capitolo 7 titolo V. 
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struttura interna e come tale partecipa alla funzione di gestione;  
3. un “Organo con funzione di controllo”: il Collegio Sindacale, il Consiglio 
di Sorveglianza o il Comitato per il controllo sulla gestione.  
Gli Organi Aziendali della banca, quali il Consiglio di Amministrazione e l’Alta 
Direzione, hanno le maggiori responsabilità per quanto riguarda 
l’implementazione di un’efficace ed efficiente struttura del sistema dei controlli 
interni; altri organi interessati sono il Collegio Sindacale e l’Organismo di 
Vigilanza; più in generale, tutto il personale della banca, poiché anch’esso è parte 
integrante dell’attività della medesima.116 
Il sistema informativo, che comprende risorse tecnologiche, hardware, software, 
dati, documenti elettronici, reti telematiche e risorse umane dedicate alla loro 
amministrazione, rappresenta uno strumento importante per il conseguimento 
degli obiettivi strategici e operativi degli intermediari, in considerazione della 
criticità dei processi aziendali che dipendono da esso.  
La crescente complessità dell'attività finanziaria, l'intenso utilizzo della 
tecnologia dell'informazione e i nuovi scenari di rischio richiedono che gli 
operatori rafforzino l’impegno a garantire adeguati livelli di continuità operativa.  
A tal fine, essi adottano un approccio esteso che, partendo dall’identificazione 
dei processi aziendali critici, definisca per ciascuno di essi presidi organizzativi e 
misure di continuità operativa commisurata ai livelli di rischio.  
Le concrete misure da adottare tengono conto degli standard e best practices 
definiti a livello internazionale e/o definiti nell’ambito degli organismi di 
categoria.  
Per quanto detto finora e facendo un primo confronto con le imprese assicurative, 
a livello di definizione, entrambe sono coerenti con quella fornita dal CoSO 
Report e dal conseguente modello ERM; tale sistema deve essere istituito 
secondo il principio di proporzionalità. 
Una differenza si può trovare in relazione al periodo di istituzione del sistema di 
controllo interno, infatti, abbiamo visto che l’attività di controllo interno nelle 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
116 Confronta E. Cenderelli, E. Bruno, “La banca. Aspetti normativi e gestionali”, Giappichelli 
Editore, Torino, pag. 124, 2011. 
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banche è stata introdotta con il TUB nel 1993, mentre nelle assicurazioni tale 
istituzione è avvenuta con la circolare 366/D del 1999. Sicuramente, questo fa sì 
che il consolidamento di tale sistema sia maggiore nelle banche, anche se con 
riferimento agli ultimi aggiornamenti, anche le compagnie stanno sempre più 
potenziando i controlli interni, spesso, basandosi su ciò che è stato fatto 
all’interno delle imprese bancarie. 
A livello di gruppo, però, è il regolamento ISVAP che ha dato un input anche alle 
banche, per questo la capogruppo deve svolgere dei controlli di natura strategica, 
di natura gestionale e un controllo tecnico. 
Gli Organi Aziendali hanno un ruolo rilevante all’interno di tale sistema; i 
controlli interni sono divisi in tre livelli, controlli di linea, di secondo livello 
(Risk Management e Compliance) e terzo livello (Internal Auditing). 
Molto importante, comunque, per ambedue gli intermediari è che si sviluppi una 
cultura del controllo e della gestione del rischio in tutta l’impresa, perché l’intero 
personale può contribuire alla costituzione di un adeguato sistema di controlli 
interni, dato che anch’essi fanno parte dell’impresa. 
Altro aspetto principale riguarda la disciplina inerente a tale aspetto, passi 
notevoli sono stati fatti a livello europeo con Solvency II per le assicurazioni e 
Basilea II / III e CRD IV per le banche. Le linee guida contenute in esse sono 
state approvate e inserite nelle varie normative nazionali. 
Ciò che è veramente fondamentale, tuttavia, è che l’istituzione di un adeguato 
sistema di controllo interno è utile a realizzare l’obiettivo principale della sana e 
prudente gestione e questo vale per qualsiasi intermediario finanziario. 
 
 
4.2. I controlli interni nel sistema assicurativo e bancario: profili generali. 
Dall’analisi fatta nei precedenti capitoli, possiamo rilevare che il sistema dei 
controlli interni è disciplinato sia dalla vigilanza bancaria sia da quella 
assicurativa, che considerano essenziale l’istituzione di un sistema di controlli 
interni adeguato per realizzare l’obiettivo di sana e prudente gestione. 
Il sistema di controllo interno è comunemente definito come l’insieme delle 
  
	  
101	  
regole, delle procedure e delle strutture organizzative volte a consentire, 
attraverso un adeguato processo di identificazione, gestione e monitoraggio dei 
principali rischi, una conduzione dell’impresa sana, corretta e coerente con gli 
obbiettivi prefissati. 117 
La Banca d’Italia ritiene che gli strumenti di vigilanza prudenziale propongono 
modelli semplificativi per il fronteggiamento dei rischi, non sufficienti a 
garantire un equilibrio della banca; per questo tali strumenti vengono affiancati 
da indicazioni che forniscono la definizione di un sistema dei controlli interni 
efficiente. 
Anche per quanto riguarda le imprese assicurative, la disciplina sulle riserve 
tecniche e sugli investimenti a copertura delle riserve, che consiste in requisiti e 
vincoli patrimoniali per fronteggiare i rischi determinati in via semplificativa, 
non è in grado da sola di assicurare un equilibrio dell’impresa, per questo è 
necessario che i requisiti quantitativi siano affiancati da requisiti qualitativi che 
permettano di avere un’adeguata Governace ed efficienti sistemi di controllo 
interno. 
Un sistema di controllo interno può permettere alle banche e alle assicurazioni di 
contenere gli obblighi di patrimonializzazione, permettendo così degli sviluppi 
positivi sia per gli azionisti in termini di remunerazione del loro investimento, sia 
per i clienti nella prospettiva della riduzione del costo medio degli affidamenti e 
dei premi.  
Di conseguenza è possibile fare scelte interpretative precise in tema di sistema di 
controllo interno per poterlo così rafforzare e renderlo più efficiente, dato che 
tale sistema non solo può affiancare il patrimonio di vigilanza, ma, a certe 
condizioni, può anche parzialmente sostituirlo. 
Un fenomeno che si è diffuso negli ultimi anni è quello di un ampliamento 
dell’attività, sia nel settore bancario sia nel settore assicurativo, vengono, quindi, 
offerti accanto ai servizi tradizionali, attività nuove e più rischiose. Ciò è 
sicuramente più evidente nell’ambito bancario, dove a partire dal 2005, in 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
117 Confronta Pricewaterhouse Coopers, “Il sistema di controllo interno. Un modello integrato di 
riferimento per la gestione dei rischi aziendali”, 3° edizione, Milano, 2004. 
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Europa, l’attività finanziaria svolta supera quella bancaria tradizionale.118 
Questo ha portato ad un aumento del rischio operativo, che corrisponde al rischio 
generato dallo svolgimento dell’attività finanziaria diverso da quello di mercato e 
di controparte, comprendente quello connesso all’innovazione finanziaria ed 
all’introduzione di nuovi prodotti, attività, processi e sistemi. 
La circolare 263/2006, al titolo II capitolo 5, richiede alle banche di mantenere, 
genericamente, un ammontare di patrimonio di vigilanza pari al quindici per 
cento del margine di intermediazione medio degli ultimi tre anni per cercare di 
limitare il rischio operativo. 
Basilea e, poi, Banca D’Italia hanno scelto di specificare solo alcuni requisiti 
minimi, non determinando un vero e proprio criterio per la stima del rischio 
operativo, questo è stato fatto per due motivi: il primo riguarda il fatto che i 
modelli in materia di tale tipologia di rischio sono ancora incompleti ed in rapida 
evoluzione; il secondo si riferisce alla possibilità che il recepimento di  
innovazioni metodologiche dovrebbe funzionare come incentivo per le banche ad 
investire in nuovi strumenti per la misurazione del rischio operativo, senza 
sentirsi vincolate da alcun modello specifico.119 
Anche in ambito assicurativo si è verificato un aumento dei rischi, relativi sia al 
ramo danni, connessi al collocamento delle polizze long term care120, sia al ramo 
vita, legati soprattutto alle polizze di contenuto finanziario dei rami vita III e V, 
(il ramo III fa riferimento alle assicurazioni del ramo I e II le cui prestazioni 
principali sono direttamente collegate al valore di quote di organismi di 
investimento collettivo del risparmio o di fondi interni ovvero a indici o ad altri 
valori di riferimento, mentre il ramo V fa riferimento alle operazioni di 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
118 Confronta F. Pierobon, “Evoluzione dell’attività bancaria e crisi finanziaria”, AA. Vv., 
Milano, 2009, pag. 77 e ss., 2009. 
119 Confronta A. Resti “Il nuovo accordo di Basilea sul capitale: genesi, contenuti, impatti”, 
2005, pag. 29, 2005. 
120 Le polizze Long Term Care sono garanzie collegate a problemi di autosufficienza, è una 
protezione che scatta nel momento in cui si dovesse perdere la propria capacità a svolgere 
autonomamente le attività elementari della vita quotidiana, relative a mobilità, alimentazione e 
igiene personale; (esempio: assicurazione sulla vita a rendita vitalizia).
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capitalizzazione). Questi sono anche collegati ai nuovi obblighi di trasparenza e 
di valutazione dell’adeguatezza e appropriatezza della clientela imposti dalla più 
recente disciplina Consob e IVASS. 
I nuovi rischi nel settore assicurativo si trovano, oltre che nella gestione tecnica, 
anche nella gestione finanziaria, ossia dagli investimenti degli attivi a copertura 
delle riserve tecniche. Infatti, i provvedimenti ISVAP n. 297 del 1996 e 981/G 
del 1998 hanno consentito alle assicurazioni di investire in strumenti finanziari 
derivati.  
Inoltre, con il provvedimento ISVAP n. 2530/2007 sono stati autorizzati gli 
investimenti degli attivi a copertura delle riserve tecniche in fondi di private 
equity e in hedge fund, con il limite del 5% delle riserve tecniche. 
Solvency II propone il cosiddetto prudent person principle, principio secondo cui 
le imprese devono scegliere gli attivi rispettando i principi generali di sicurezza, 
di liquidità, di redditività e di diversificazione del portafoglio; tuttavia non sono 
imposti precisi limiti quantitativi agli attivi detenibili. 
E’ opportuno precisare, poi, che Basilea II e Solvency II riconoscono per 
ciascuna banca ed assicurazione la possibilità di definire il proprio profilo di 
rischio e di commisurare ad esso i mezzi patrimoniali necessari, consentendo alle 
imprese più evolute di utilizzare dei metodi avanzati di misurazione dei rischi, 
come ICAAP121e ORSA. 
Molti ritengono che queste direttive vadano integrate con altre norme indirizzate 
a consolidare gli obblighi di capitalizzazione delle banche e delle assicurazioni; 
questo per poter meglio coprire il rischio operativo e il rischio di liquidità 
attraverso ulteriori presidi patrimoniali, quindi, ciò che viene richiesto alle 
banche e alle assicurazioni, è di detenere un patrimonio superiore a quello 
minimo regolamentare.122 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
121 Il processo ICAAP (Internal Capital Adequacy Assessment Process) richiede che le banche 
svolgano un’autonoma valutazione della propria adeguatezza patrimoniale, attuale e prospettica, 
in relazione ai rischi ai quali sono esposte e alle proprie scelte strategiche.  
122 Confronta A. Uselli, “ La gestione dei rischi operativi nelle banche: problemi applicativi e 
implicazioni organizzative, in banca, impresa, società”, 2005. 
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Naturalmente un adeguato patrimonio di vigilanza è ritenuto un idoneo strumento 
per garantire la sana e prudente gestione della società; le banche e le 
assicurazioni si dovrebbero dotare di un ampio e idoneo patrimonio per 
fronteggiare rischi generici e non esattamente noti a priori. 
Tuttavia, la decisione per superare i limiti inerenti alla disciplina dell’accordo di 
Basilea II e, in previsione di Solvency II, non sembra basarsi su un criterio 
patrimoniale standardizzato, ma piuttosto riguarda la piena attuazione delle 
norme sui sistemi di controllo interno e dello sviluppo dei principi in tema di 
trasparenza.123 
La soluzione connessa ai problemi di identificazione e di gestione dei rischi per 
le banche e per le assicurazioni risulta essere l’adozione sempre più efficiente di 
un sistema di controllo interno e di Governance. 
Il Consiglio di Amministrazione ha un ruolo fondamentale nello sviluppo di un 
ambiente di controllo positivo e funzionale, necessari risultano anche essere il 
Comitato per il controllo interno e l’Internal Audit. 
Anche Ceiops124 ha analizzato questo aspetto ed ha evidenziato che la questione 
principale per la sana e prudente gestione degli intermediari non è soltanto quella 
dei controlli di secondo livello, ma quella del buon funzionamento del Consiglio 
di Amministrazione. 125 
Nell’osservare però la disciplina bancaria e assicurativa si nota che in realtà il 
funzionamento e il ruolo dell’Organo Amministrativo sembra essere trascurato e 
spesso risulta anche equivoco. 
Sia le istruzioni di Vigilanza della Banca d’Italia, sia il Regolamento ISVAP 
sembra che assegnino al Consiglio di Amministrazione un ruolo residuale in 
tema di sistema di controllo interno e di gestione dei rischi assunti, in quanto 
nella prima disciplina viene assegnato al Consiglio un compito di verifica 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
123 AIDA in collaborazione con IRSA, “Il sistema dei controlli interni: assicurazione e banche”, 
XLIII Congresso della sezione Piemonte – Valle d’Aosta, 2009. 
124 Ceiops, Committee of European Insurance and Occupational Pensions Supervisors, è stato 
operativo fino al 2010, sostituito a partire dal 2011 da EIOPA. 
125 Confronta Ceiops, “ Lessons learned from the crisis: Solvency II and beyond”, 2009.	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sull’Alta Direzione che deve definire l’assetto dei sistemi di controllo interno, 
nella seconda disciplina viene assegna al Consiglio la responsabilità ultima del 
sistema dei controlli interni.  
Comunque, nell’ambito assicurativo viene anche specificato che deve gestire i 
principali rischi aziendali, inoltre, con l’ultimo provvedimento dell’IVASS, il 
ruolo di tale Organo è stato ulteriormente rafforzato e, quindi, questo problema 
dovrebbe essere risolto nelle assicurazioni entro il 31 dicembre del 2014, periodo 
entro il quale i nuovi poteri assegnati all’amministrazione devono essere recepiti. 
Le decisioni importanti, comunque, vengono prese nella collegialità dell’Organo, 
con riferimento alla supervisione sul controllo di terzo livello, ossia il controllo 
svolto dall’Internal Audit. 
Con la nuova regolamentazione nel settore assicurativo, inoltre, sia il piano sia la 
reportistica vanno sottoposti al Consiglio di Amministrazione, mentre prima 
erano sottoposti all’Alta Direzione; altro elemento che rafforza il ruolo del 
Consiglio di Amministrazione. 
E’ necessario far riferimento anche al Codice Civile dove all’Organo 
Amministrativo viene attribuita la responsabilità di valutare l’adeguatezza 
dell’assetto organizzativo costantemente. Da un lato, quindi, il Codice Civile 
assegna al Consiglio di valutare l’adeguatezza del sistema dei controlli interni 
costantemente, dall’altro la disciplina settoriale sembra assegnare all’Alta 
Direzione il compito di verificare nel continuo il medesimo sistema, soprattutto a 
livello bancario. 
Sono necessarie, dunque, interpretazioni equilibrate che devono valorizzare 
l’importanza assegnata all’Alta Direzione dalle discipline di settore, dall’altro 
devono riservare al Consiglio di Amministrazione il giusto ruolo e consentire il 
corretto funzionamento del sistema dei controlli interni. Di conseguenza, deve 
essere costruito un sistema in cui prima di tutto il Consiglio di Amministrazione 
e l’Internal Audit devono collaborare tra di loro. Da qui si capisce anche la 
necessità di una verifica sui controlli diretti in modo tale da non rischiare di 
ostacolare la solidità e l’efficacia dell’intero sistema. 
Per quanto riguarda il Comitato per il controllo interno, la disciplina assicurativa, 
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definisce con chiarezza il ruolo dello stesso; mentre il Codice di Autodisciplina 
delle società quotate assegna al Comitato anche il compito di valutare il corretto 
utilizzo dei principi contabili, il che pone un problema anche di distinzione dei 
ruoli rispetto, in particolare, al Collegio Sindacale. 126 
Concludendo, a livello di sistema dei controlli interni, le banche e le 
assicurazioni hanno molte linee in comune. Gli ultimi aggiornamenti che si sono 
verificati per entrambe le normative delineano il fatto che tale sistema sta 
diventando sempre più necessario e importante all’interno delle imprese.  
Nelle assicurazioni il Provvedimento n. 17 ha previsto una maggior attenzione al 
ruolo dell’Organo Amministrativo; anche nel settore bancario sono state 
aggiornate le funzioni degli Organi Aziendali, ma non in maniera dettagliata 
come quella effettuata dalla normativa assicurativa. 
In entrambe sono state ampliate le competenze della funzione di Risk 
Management, della Compliance e dell’Internal Auditing; per le assicurazioni in 
modo particolare per quest’ultima funzione. 
In ambito assicurativo sono stati integrati gli obiettivi dei controlli interni e della 
gestione dei rischi. Sono state rafforzate anche le discipline in materia di gruppo 
assicurativo, degli obblighi di comunicazione all’IVASS e sull’esternalizzazione. 
L’ultimo aspetto è stato aggiornato anche nel settore bancario. 
L’aggiornamento delle banche si è concentrato su l’introduzione di tre nuovi 
capitoli in tema di sistema dei controlli interni, sistema informativo e continuità 
operativa. E’ stata data maggior importanza all’IT risk e al RAF (Risk Appetite 
Framework), sicuramente questi argomenti sono meno presenti nelle compagnie 
assicurative, anche se negli ultimi anni hanno iniziato ad assumere maggior 
rilievo anche nelle assicurazioni. 
In entrambi i settori, le nuove disposizioni sono state emanate secondo il 
principio di proporzionalità. Per molti tratti, quindi, gli aggiornamenti riguardano 
le stesse materie, altri argomenti invece sono stati delineati in maniera differente. 
 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
126 Confronta P. Montalenti, “ Corporate Governance, Consiglio di Amministrazione, sistemi di 
controllo interno: spunti per una riflessione”, rivista, 2002. 
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4.2.1 Il sistema dei controlli interni nei conglomerati finanziari. 
Interessante è anche esaminare come i controlli interni si sviluppano all’interno 
del fenomeno sempre più diffuso del conglomerato finanziario. 
Per conglomerato finanziario si deve intendere un gruppo che soddisfi le 
seguenti condizioni: 
- a capo del gruppo vi sia un’impresa regolamentata o almeno una delle imprese  
 figlie del gruppo sia un’impresa regolamentata;  
- qualora a capo del gruppo vi sia un’impresa regolamentata, questa sia 
l’impresa madre di un’impresa del settore finanziario, oppure un’impresa che 
detiene partecipazioni in un’impresa del settore finanziario o sia un’impresa 
legata ad un’impresa del settore finanziario;  
- qualora a capo del gruppo non vi sia un’impresa regolamentata, le attività del 
gruppo si svolgano principalmente nel settore finanziario (comprendente i settori 
bancario, assicurativo e dei servizi d’investimento);  
- almeno un’impresa del gruppo deve operare nel settore assicurativo e 
contemporaneamente almeno una deve operare nel settore bancario o nel settore 
dei servizi d’investimento;  
- le attività consolidate e/o aggregate delle imprese del gruppo che operano nel 
settore assicurativo ed in quello bancario e/o dei servizi finanziari devono essere 
entrambe significative.127 
Ciò che è importante in questo contesto è la salvaguardia della stabilità del 
conglomerato nel suo complesso e delle singole imprese, regolamentate e non, e 
la prevenzione degli effetti destabilizzanti sul sistema finanziario derivanti dalle 
difficoltà finanziarie delle imprese appartenenti a un conglomerato finanziario. 
Per questo le imprese regolamentate appartenenti ad un conglomerato finanziario 
vengono assoggettate a vigilanza supplementare, intesa come vigilanza ulteriore 
rispetto a quella prevista da ogni ordinamento nazionale di settore, che si effettua 
considerando unitariamente il conglomerato finanziario. 
Al fine di disciplinare le modalità attraverso le quali la vigilanza supplementare 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
127 Confronta Direttiva 2002/87/CE all’art. 2, «Definizioni», punto 14.  
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deve interessare le imprese appartenenti ai conglomerati, la normativa stabilisce 
l’obbligo per le imprese di rispondere ai requisiti di adeguatezza patrimoniale 
supplementari stabiliti dal decreto legislativo 142/2005. 
Sono necessarie alcune condizioni particolari per la verifica della concentrazione 
dei rischi all’interno del conglomerato e per il monitoraggio delle operazioni 
infragruppo significative delle imprese regolamentate.  
Infine, la normativa stabilisce che il sistema dei controlli interni all’interno del 
conglomerato ha una rilevanza particolare e per questo deve essere definito un 
adeguato governo societario; si sottolinea, perciò, l’importanza della definizione 
e della periodica revisione delle strategie e delle politiche dei soggetti ai quali 
sono assegnate le funzioni amministrative e di direzione a livello del 
conglomerato per quanto riguarda il complesso dei rischi assunti; si ribadisce, 
quindi, la necessità di instaurare politiche di adeguatezza patrimoniale per poter 
anticipare l’impatto della strategia aziendale sul profilo di rischio e sui requisiti 
patrimoniali.128 
I sistemi di monitoraggio dei rischi devono essere correttamente integrati con 
l’organizzazione aziendale e devono essere prese tutte le misure necessarie a 
garantire la coerenza dei sistemi posti in essere in tutte le imprese incluse nel 
campo di applicazione della vigilanza supplementare, al fine di consentire la 
quantificazione, il monitoraggio e il controllo dei rischi a livello di conglomerato 
finanziario. 
Nel definire i meccanismi che devono caratterizzare il sistema di controllo 
interno, si ritiene necessario predisporre meccanismi in grado di individuare e 
quantificare tutti i rischi materiali incorsi e stabilire un collegamento corretto tra i 
mezzi propri e rischi.  
Viene raccomandato, quindi, l’adozione di adeguati meccanismi di controllo 
interno, definiti dalle autorità di vigilanza competenti mediante specifici accordi 
di coordinamento, per l’elaborazione dei dati e delle informazioni utili 
all’esercizio della vigilanza supplementare. 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
128 Confronta V. Pesic, “Il sistema dei controlli interni nella banca. Obiettivi manageriali ed 
esigenze di vigilanza per il governo dei rischi”, op. cit., pag. 260 e ss. 
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L’obbligo di adottare tale meccanismi e sistemi di gestione del rischio non 
dovrebbe, comunque, comportare particolari interventi organizzativi, poiché le 
imprese facenti parte del conglomerato sono già sottoposti ad analoghe 
normative.  
Sarà l’applicazione di un adeguato sistema di controllo interno all’intero gruppo, 
il principale intervento che si dovrà, invece, eseguire. 
 
 
4.3 Le differenze tra i rischi del settore assicurativo e del settore bancario. 
Una prima distinzione che è possibile fare riguarda il sistema prudenziale, nel 
settore bancario i rischi presi in considerazione sono quelli che gravano sugli 
elementi delle attività, mentre nel settore assicurativo riguardano per esempio il 
rischio di riserve insufficienti, il rischio inerente alla politica di sottoscrizione, il 
rischio legato alla riassicurazione...129 
La differenza tra i due sistemi prudenziali delineati da Basilea II e dalla proposta 
di Solvency II è più ampia, in quanto sono diversi i rispettivi obiettivi. 
 L’obiettivo prudenziale dell’accordo di Basilea è potenziare la solidità e la 
stabilità del sistema bancario internazionale, mentre nel settore dell’assicurazione 
il controllo prudenziale è dettato dall’intento di proteggere gli assicurati contro il 
rischio di fallimento delle singole imprese assicurative.130  
Il rischio sistemico, ammesso che esista in campo assicurativo, non è stato 
ritenuto abbastanza preoccupante da giustificare un’armonizzazione minima dei 
sistemi di vigilanza prudenziale su scala internazionale. 
In Basilea II accanto al primo pilastro, che fissa i requisiti patrimoniali, ci sono 
altri due pilastri: le banche devono gestire i propri rischi e su questa gestione 
devono vegliare le autorità di vigilanza (secondo pilastro), senza contare che il 
mercato deve poter valutare e sanzionare la qualità di questa gestione dei rischi, 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
129 Confronta KPMG "Meccanismi di valutazione della situazione finanziaria complessiva delle 
imprese assicurative", 2001. 
130 Confronta G. Redaelli, “Solvency II. Innovazione nella regolamentazione e riflessi per le 
imprese di assicurazione”, op. cit.	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nel caso di necessità (terzo pilastro).131  
L’esempio più esplicito dell’assetto del sistema prudenziale bancario lo fornisce 
il rischio di tasso d’interesse, che è oggetto di una vigilanza riferita al secondo 
pilastro, ma per il quale non vengono determinati dei requisiti di margine. 
Per quanto riguarda il settore assicurativo, in campo europeo, sono stati rafforzati 
i poteri delle autorità di controllo, la cui azione viene ritenuta il necessario 
complemento dei requisiti minimi di margine. Questa impostazione diverge 
invece dai sistemi prudenziali del cosiddetto tipo risk-based capital, che peraltro 
ricalcano in parte modelli bancari, i quali danno l’impressione di voler integrare 
in un unico margine di copertura tutti i rischi che gravano su un’impresa di 
assicurazione e che subordinano l’intervento delle autorità di vigilanza al 
passaggio sotto determinati livelli minimi di capitalizzazione.  
Le imprese assicurative investono i loro fondi in attività poco rischiose e 
diversificate: la loro attività di erogazione di prestiti non è comparabile a quella 
delle banche, motivo per cui non vi è un’analisi interna elaborata del rischio di 
insolvenza delle controparti. Inoltre, le norme di diversificazione per emittente 
previste dalle direttive assicurative limitano le conseguenze del rischio di 
controparte rendendo meno interessante l’elaborazione di modelli di 
quantificazione particolarmente sofisticati in quest’ambito. 
Basilea II ha anche introdotto il cosiddetto "criterio di diversificazione 
(granularity)", destinato a tener conto della correlazione tra i rischi di 
controparte, qualora le controparti siano strettamente collegate. Se il metodo di 
calcolo di tale adeguamento sembra relativamente complesso, merita di essere 
discussa anche nel caso dell’assicurazione, dato che attualmente le direttive non 
fanno menzione di questo aspetto.  
Il rischio di mercato, quale definito dall’accordo di Basilea, è un rischio inerente 
all’attività bancaria, poiché riguarda solo il portafoglio di negoziazione, il quale 
non ha corrispettivi in campo assicurativo. Per il rischio di variazione di valore 
delle attività detenute nel lungo periodo, che si registra anche nel settore 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
131 Confronta  C. Cattaneo, M. Modina “Basilea 2 e PMI. Impatti sulla gestione e sulla relazione 
banca-impresa”, Franco Angeli, Milano, 2006. 
  
	  
111	  
dell’assicurazione, non viene calcolato un requisito patrimoniale. Ciò vale in 
particolare per il rischio che le variazioni di tasso d’interesse rappresentano per il 
portafoglio di attività bancarie.  
Il rischio di variazione dei tassi d’interesse esiste anche nel settore assicurativo. 
Esso può assumere particolare rilevanza nell’assicurazione vita per i prodotti che 
offrono garanzie di rendimento minimo su lunghi periodi, talvolta con possibilità 
di riscatto. In quest’ambito, per esempio, l’impostazione equivalente all’accordo 
di Basilea consisterebbe nel fissare principi di sana gestione delle attività e 
passività per un’impresa assicurativa e conferire alle Autorità di Vigilanza il 
potere di valutare la qualità effettiva di tale gestione da parte delle imprese, 
esigendo eventualmente la riduzione dei rischi assunti o imponendo la detenzione 
di capitale aggiuntivo.  
Il ricorso ai modelli interni delle imprese è stata la soluzione ai problemi 
riguardanti un’adeguata misurazione dei rischi, che risultasse il più adatto 
possibile al profilo delle singole banche. 132 
L’introduzione dei modelli interni delle imprese avviene nel quadro di un’analisi 
dei rischi che sembra comunemente accettata: scomporre il fabbisogno di 
copertura in tre parti rischio di credito, rischio di mercato, rischio operativo, 
questo costituisce un principio di riferimento comune, che non può essere 
rimesso in causa. Una banca non può proporre come alternativa un’analisi 
globale dei propri rischi che non risulti fondata sulla misurazione individuale di 
questi tre rischi.  
Nel settore delle assicurazioni, tali modelli interni sono stati rivisitati con 
l’ultimo provvedimento n. 17 del 2014. Sicuramente lo sviluppo di tali modelli è 
meno avanzato, ma con le linee guida EIOPA è stata stabilita una pre-application 
di un modello per il calcolo del requisito patrimoniale di solvibilità. Tuttavia, per 
questi modelli non sono previsti delle analisi comuni per l’intero settore. 
Negli ultimi anni, particolare importanza ha assunto il rischio operativo sia a 
livello bancario che assicurativo. Nelle assicurazioni ci si riferisce ai processi di 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
132 Confronta Commissione Europea, “Solvibilità II: presentazione dei lavori previsti”, lavoro 
proposto n. 6: studio del sistema prudenziale bancario, 2001. 
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assunzione, di liquidazione dei sinistri, di riassicurazione e di investimento. Nelle 
banche si fa riferimento frodi interne, frodi esterne, contratto e sicurezza sul 
posto di lavoro, clienti, prodotti e pratiche commerciali, avarie e guasti dei 
sistemi o danni a beni materiali. 
Per quanto riguarda il rischio di credito nel settore assicurativo può essere 
ricondotto a differenti processi della gestione assicurativa, in particolare ai 
processi di assunzione dei rischi, ai processi distributivi, ai processi riassicurativi 
rispettivamente per i creditori sorti nei confronti degli assicurati e della rete 
agenziale, ovvero verso le compagnie di assicurazione. Nelle banche facciamo 
riferimento a tutte quelle posizioni in cui il debitore è incapace di adempiere alle 
obbligazioni assunte. 
Il rischio di liquidità consiste nel fatto che le imprese non sia in grado di far 
fronte ai propri obblighi alla scadenza prevista senza incorrere in perdite 
inaccettabili, a causa di asincronie nei flussi di cassa. Possiamo affermare che 
questo tipo di rischio è contenuto nelle imprese assicurative rispetto a quelle 
bancarie. 
 
 
4.4 Compliance e Internal Auditing: un confronto tra banche e 
assicurazioni. 
 
La funzione di Compliance. 
Negli ultimi anni la sensibilità della clientela nei confronti dell’affidabilità delle 
istituzioni finanziarie è cresciuta notevolmente. Ciò ha imposto la realizzazione 
di una situazione nella quale sia possibile generare valore e presidiare nello 
stesso tempo i rischi di maggiore impatto, attraverso strumenti convenzionali di 
gestione del rischio operativo, di credito e di mercato e tramite 
l’implementazione di strutture e presidi organizzativi indirizzati al controllo dei 
cosiddetti rischi di Compliance, legali e reputazionali. 
Per creare valore risulta fondamentale il rispetto della normativa ed adottare una 
strategia che riesca a consolidare le relazioni fiduciarie con gli stakeholder di 
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riferimento. Tale compito è assegnato alla funzione di Compliance, la quale deve 
garantire la mitigazione del rischio reputazionale al quale l’intermediario è 
sottoposto. 133 
La funzione di Compliance opera efficacemente se è presente un adeguato 
coordinamento con le altre funzioni che presidiano il sistema dei controlli interni, 
Internal Auditing e Risk Management. Per quanto riguarda, in particolare, le 
relazioni tra l’Auditor e la Compliance, occorre garantire la reciproca 
indipendenza delle funzioni, gli ambiti di azione e di responsabilità, i perimetri di 
intervento, così da evitare sovrapposizioni e ridondanze nelle attività di controllo 
e disallineamenti nei confronti delle Autorità di Vigilanza. 
I principali riferimenti normativi di tale funzione sono: 
− 04/2005 Basilea II “Compliance and the compliance function in banks” ; 
− 10/07/2007 Disposizioni di Vigilanza Banca d’Italia N. 688006; 
−  29/10/2007 Regolamento congiunto Banca d’Italia-Consob. 
“Il rischio di non conformità alle norme è il rischio di incorrere in sanzioni 
giudiziarie o amministrative, perdite finanziarie rilevanti o danni di reputazione 
in conseguenza di violazioni di norme imperative (leggi, regolamenti) ovvero di 
autoregolamentazione”, per esempio statuti, codici di condotta, codici di 
autodisciplina.134 
Da tenere presente anche la componente reputazionale di tale funzione che 
riguarda il rischio di sostenere un aggravio delle perdite finanziarie derivanti da 
comportamenti di non conformità connessi ad una perdita di reputazione della 
banca. 
Con l’ultimo aggiornamento del luglio 2014 della Circolare 263, sono stati 
introdotti dei nuovi elementi: 
§ un estensione del perimetro di presidio del rischio di non conformità a tutti 
gli ambiti normativi utilizzabili all’attività aziendale, compresa la 
componente IT, con attribuzione della relativa responsabilità alla funzione 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
133 Confronta Cetif, “Riflessi organizzativi della Compliance nelle banche”, Rapporto di 
Ricerca, 2007.	  
134 Confronta Circolare Banca D’Italia 263/2006, Titolo V capitolo 7.  
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di conformità; 
§ la facoltà di graduare i compiti della funzione di conformità per quelle 
normative per le quali siano previste forme di presidio specializzato, 
previa valutazione dell’adeguatezza dei medesimi e della definizione delle 
metodologie di valutazione del rischio e delle procedure atte a mitigarlo, 
procedendo anche alla verifica della loro adeguatezza; 
§ la previsione di una valutazione qualitativa del rischio di non conformità 
nell’ambito del Risk Appetite Framework, funzionale ad orientare la 
definizione e l’aggiornamento dei relativi processi e presidi; 
§ la collocazione organizzativa della funzione di conformità e processi di 
selezione e di nomina dei responsabili; 
§ il processo più stringente in caso di accentramento in Capogruppo delle 
funzioni di controllo, con la declinazione puntuale del ruolo del cd. 
referente di conformità, la previsione di una valutazione periodica della 
soluzione adottata in termini di costi/benefici/rischi, una comunicazione 
preventiva a Banca d’Italia e specifici flussi informativi a quest’ultima; 
§ la previsione, presso le filiali estere con operatività significativa, di 
un’unità deputata ai controlli di secondo livello, con indicazione che di 
norma i relativi addetti dovrebbero essere a riporto gerarchico delle 
funzioni di controllo centrali. 
Altri elementi sono stati invece confermati e sono i seguenti:135 
§ definizione di rischio di non conformità e adempimenti necessari per il suo 
presidio in termini di Risk Assessment, allineamento normativo, 
consulenza e clearing su processi e prodotti, assurance, formazione e 
diffusione della cultura di Compliance, interazione con le autorità e 
gestione degli eventi di non conformità, nonché flussi informativi agli 
Organi Sociali; 
§ autonomia ed indipendenza della funzione di conformità, suo libero 
accesso alle informazioni aziendali, disponibilità di adeguate risorse 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
135 Confronta G. Carosio, “La funzione Compliance tra Basilea II e Mifid”, intervento al III Incontro 
Compliance Aicom, Dexia Crediop, Roma, 2007. 
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umane ed economiche; 
§ flussi informativi e forme di collaborazione e coordinamento tra le 
funzioni di controllo, per cui viene espressamente inserita la previsione di 
programmi di rotazione delle risorse tra le funzioni, al fine di sviluppare la 
formazione di competenze trasversali e di acquisire una visione 
complessiva e integrata dell’attività di controllo; 
§ rilievo strategico del sistema dei controlli interni  e cultura dei controlli 
che non deve riguardare solo le funzioni aziendali di controllo, ma 
coinvolgere tutta l’organizzazione aziendale; viene ribadito che le strutture 
operative sono le prime responsabili del processo di gestione dei rischi. 
Le normative sensibili al rischio di non conformità sono: 136 
- la “disciplina della responsabilità amministrativa delle persone giuridiche, delle 
società e delle associazioni anche prive di personalità giuridica”, regolata dal 
d.lgs. n. 231/2001, esaminato nel primo capitolo, rappresenta un intervento 
presupposto necessario per la lotta alla criminalità economica;  
- la legge sulla privacy, ossia la normativa a tutela delle persone e di altri soggetti 
rispetto al trattamento dei dati personali. L’articolata disciplina si basa 
sull’imposizione di obblighi formali funzionali alla trasparenza della 
disponibilità che taluno abbia di dati personali altrui e dei trattamenti a cui li 
assoggetti;  
- la normativa antiriciclaggio, deputata a contrastare la criminalità finanziaria. Le 
linee di intervento sono state concretizzate dall’UE in tre direttive che hanno 
progressivamente ampliato la rete di controllo contro il riciclaggio, precisandone 
gli strumenti di contrasto.  
Le tre direttive sono nell’ordine: la direttiva 91/308/CE; la direttiva 01/97/CE; la 
direttiva 05/60/CE; 
- la disciplina relativa al cd. market abuse, regolata nel nostro Paese dalla legge 
comunitaria 2004 (l. 18 aprile 2005, n. 62), la quale ha dato attuazione alla 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
136 Confronta M. Anolli, F. Rajola, “Il rischio reputazionale e di non conformità. Strumenti e 
metodi per la Governance e la gestione operativa”, Bancaria Editrice, Milano, 2010. 
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Direttiva comunitaria 03/6/CE (c.d. Direttiva “Market Abuse”), incidendo, 
principalmente su due materie già regolate dal Testo Unico della Finanza: la 
disciplina dell’informazione societaria (con specifico riferimento alla materia 
delle comunicazioni al pubblico), e la regolamentazione degli illeciti, in 
particolare insider trading e manipolazione del mercato;  
- le nuove “Disposizioni per la tutela del risparmio e la disciplina dei mercati 
finanziari”, finalizzate al rafforzamento ed all’incremento di efficacia della tutela 
del risparmio investito in strumenti finanziari.  
Questa disciplina è stata introdotta con la legge n. 262 del 28 dicembre 2005. Il 
disegno riformatore è molto ampio ed eterogeneo. L’intervento legislativo tocca, 
infatti, la disciplina della Governance delle società quotate; profili di trasparenza 
nei rapporti con società estere; le regole sulla circolazione degli strumenti 
finanziari; la materia dei conflitti d’interesse nelle attività finanziarie; le 
disposizioni in materia di servizi bancari, di regolamentazione dei mercati e 
informazione societaria; la disciplina della revisione dei conti; i rapporti fra le 
autorità di vigilanza e le regole relative ai procedimenti e all’organizzazione delle 
Autorità; la disciplina delle sanzioni penali e amministrative.  
- la disciplina in materia di sicurezza sul lavoro, che sembra dover far parte del 
novero almeno in forza della peculiare impostazione “procedimentalizzata”, 
tipica del d.lgs. n. 626/1994, il quale pur comportando modifiche limitate, seppur 
significative, alla precedente normativa, è piuttosto finalizzato ad una diversa 
impostazione del modo di affrontare le problematiche della sicurezza sul lavoro. 
La funzione Compliance ha il compito di presidiare la conformità alle norme e 
alle regolamentazioni delle istituzioni finanziarie, al fine di valutarne, ex ante e 
nel continuo, l’esposizione al rischio di non conformità e reputazionale.  
Mentre, la responsabilità massima del rischio di Compliance 137 è attribuita al 
Consiglio di Amministrazione sotto il profilo più strettamente operativo, all’Alta 
Direzione, coadiuvata dalla funzione Compliance, spetta la valutazione annuale 
all’Organo Amministrativo responsabile della Compliance, in merito alla 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
137 Confronta P. Pogliaghi, V. Vandali, “La compliance in banca. Gestire i rischi dopo Basilea 2 
e assicurare la conformità alle norme”, Bancaria Editrice, Roma, 2005. 
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gestione delle politiche di conformità, e il reporting occasionale all’Organo 
Amministrativo responsabile della Compliance in caso di eventuali lacune 
riscontrate nella propria attività. 
Sulla base delle linee guida emesse da Aicom, il processo di Compliance può 
essere definito come: “un processo trasversale, costituito da presidi organizzativi 
e operativi aventi l’obbiettivo di evitare disallineamenti rispetto al sistema di 
norme e regolamenti in vigore”. 
La normativa di vigilanza sancisce che i principali adempimenti che la funzione 
Compliance è chiamata a svolgere sono:138 
1. l’identificazione nel continuo delle norme applicabili alla banca e la 
misurazione/valutazione del loro impatto su processi e procedure 
aziendali; 
2. la proposta di modifiche organizzative e procedurali finalizzata ad 
assicurare un adeguato presidio dei rischi di non conformità identificati; 
3. la predisposizione di flussi informativi a tutte le strutture interessate 
(organi di vertice, revisione interna, gestione del rischio operativo); 
4. la verifica dell’efficacia degli adeguamenti organizzativi (strutture, 
processi, procedure anche operativi e commerciali) suggeriti per la 
prevenzione del rischio di non conformità. 
L’allineamento alle regole interne ed esterne, rappresenta l’obiettivo principale 
del processo che viene realizzato tramite l’implementazione di opportuni presidi 
organizzativi e operativi messi in atto sia dalle risorse interne alla funzione di 
Compliance, sia da risorse appartenenti alle diverse aree operative. 
Il Compliance Officer gestisce tale processo in qualità di referente unico del 
Consiglio di Amministrazione e del senior management in materia di 
Compliance, sulla base del mandato ricevuto e dei principi e linee guida definiti 
dall’istituzione finanziaria. 
Secondo l’indagine condotta da Aicom è possibile posizionare la funzione di 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
138 Confronta Aicom, “Le linee guida per la funzione di Compliance”, documento di 
discussione, 2006. 
  
	  
118	  
Compliance all’interno dell’organizzazione con la seguente distribuzione.139 
 
Grafico 2. Distribuzione Compliance all’interno dell’organizzazione. 
 
Osservatorio 
Riflessi Organizzativi della Compliance nelle Banche 
RAPPORTO DI RICERCA 
 
 
 
 
© CeTIF, 2007. Tutti i diritti riservati. 
Modello Decentrato – Questo modello prevede che la responsabilità della Compliance sia 
posta in capo ad un soggetto (Compliance Officer) che coordina e controlla le attività di 
conformità a leggi, regolamenti e standard, operativamente realizzate dalle altre unità 
organizzative della banca. Nella sua funzione di coordinamento e controllo, il Compliance 
Officer può avvalersi della collaborazione delle altre funzioni facenti parte del sistema dei 
controlli interni (internal audit e risk management). Si tratta di un modello più facilmente 
applicabile, rispetto a quello accentrato, alle banche di dimensione più piccola, 
caratterizzate da attività semplici, un grado di sofisticazione dei prodotti offerti piuttosto 
basso e una limitata complessità territoriale. In questi casi, come abbiamo già rilevato, la 
figura del Compliance Officer può coincidere con quella del responsabile della gestione dei 
rischi e la gestione delle attività di conformità può essere affidata, almeno in parte, a 
soggetti terzi, sulla base di specifici contratti di servizio che (almeno) definiscano gli 
obiettivi della funzione, la frequenza minima dei flussi informativi nei confronti del 
responsabile interno all’azienda (Compliance Officer) e degli organi di vertice, fermo 
restando l’obbligo di corrispondere tempestivamente a qualsiasi richiesta di
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Fonte: AICOM, Università degli Studi di Perugia, Università degli Studi di Roma Tre, 2006 
consulenza da parte di questi ultimi, gli obblighi di riservatezza delle informazioni 
acquisite nell’esercizio della funzione, la possibilità di rivedere le condizioni del servizio al 
verificarsi di modifiche nell’operatività e nell’organizzazione della banca.   
Nella pratica, si assisterà al diffondersi di varianti di questi due modelli, il cui grado di 
accentramento (o decentramento) dipenderà dalle peculiarità di ogni singola banca in 
relazione a temi quali le politiche di presidio del rischio (in generale e di compliance in 
particolare), le strategie organizzative, la 
professionalità, il rapporto tra i costi di implementazione e gestione e i benefici 
potenzialmente ottenibili, l’esistenza di sinergie nell’ambito di strutture di gruppo o di 
strutture a rete (es. Credito Cooperativo).   
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Figura 5 – Posizi namento organizzat vo della Funzione Compliance (I) 
 
Fonte: AICOM, Università degli Studi di Perugia, Università degli Studi di Roma Tre, 2006. 
 
Dove non attribuite a un’unità costituita in forma autonoma, le funzioni di 
Compliance risultano assegnate come segue. 
 
Grafico 3. Assegnazione della funzione di Compliance. 
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Figura 6 – Posizionamento organizzativo della Funzione Compliance (II) 
Fonte: AICOM, Università degli Studi di Perugia, Università degli Studi di Roma Tre, 2006 
 
Le 12 banche partecipanti all’Osservatorio CeTIF (figura 7
s a nell’86% dei casi) a riporto degli organi di vertice (amministratore 
 
Fonte: CeTIF, 2006 
 
Per quanto riguarda i meccanismi di coordinamento con gli organi di vertice attualme
Figura 7 – Posizionamento organizzativo Funzione Compliance (III) 
posti in essere, tutte le banche partecipanti all’Osservatorio evidenziano la presenza di 
relazioni formalizzate, prevalentemente basate su incontri periodici e meccanismi di 
reporting. Non si evidenzia la presenza di comitati né di flussi di sistema informativo.   
 
Fonte: AICOM, Università degli Studi di Perugia, Università degli Studi di Roma Tre, 2006. 
 
Mettendo ad sso in co fronto i due settori, bancario e assicurativ , basandoci su 
ciò che è stato esaminato finora in questo capitolo e nei capitoli precedenti, 
possiamo rilevare che nelle imprese assicurative la funzione di Compliance è 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
139 Confronta Aicom, Università degli Studi di Perugia, Università degli Studi di Roma Tre, 
“Collocazione organizzativa, costi e benefici della funzione di Compliance nelle banche che 
operano in Italia”, rapporto di ricerca, 2006. 
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stata introdotta dopo rispetto al comparto bancario. Nel primo caso, infatti, la 
Compliance è stata introdotta con il Regolamento ISVAP del 2008, mentre nel 
secondo caso con le disposizioni di vigilanza di Banca d’Italia relative alla 
funzione di conformità, nel luglio del 2007. Inoltre, la Compliance delle banche è 
stata recentemente sottoposta al 15° aggiornamento della Circolare 263 entrato in 
vigore nel luglio del 2014, mentre quelle delle assicurazioni è stato sottoposto al 
Provvedimento IVASS n. 17. 
Tali normative di vigilanza recepiscono i principi guida sulla materia pubblicati 
nel 2005 dal Comitato di Basilea. 
Infatti, sia a livello definitorio, che a livello di processo, questi intermediari sono 
caratterizzati da analogie nella funzione di Compliance. 
Sicuramente, l’assenza di un consolidamento della funzione di Conformità e la 
minore articolazione del sistema dei controlli interni nelle imprese assicurative 
rispetto a quelle bancarie, richiede di sviluppare considerazioni di dettaglio per il 
mondo assicurativo. 
Le attività di assessment dei rischi, d’identificazione degli eventuali 
adeguamenti, di valutazione di efficacia dei presidi e controlli, di reporting sono 
considerate all’unanimità delle core competence. E tali attività vengono 
identificate come le meno esternalizzabili.140 
Nelle banche, negli intermediari finanziari e nel comparto assicurativo, la 
funzione di Compliance è chiamata a svolgere un ruolo complementare rispetto 
al sistema di gestione dei rischi previsto dalla regolamentazione prudenziale 
(Basilea II, Solvency II); la compliance ha infatti un’ottica prevalentemente 
preventiva nel presidiare rischi di carattere legale e reputazionale. 
La funzione di Compliance nelle imprese assicurative ha seguito le esperienze 
del settore bancario, dato che quest’ultimo ha sviluppato tale funzione anche in 
relazione del sistema dei controlli interni da un periodo più lungo. 
In entrambi i casi è necessaria una cooperazione tra la funzione di Compliance e 
gli altri Organi Aziendali e l’indipendenza di tale funzione. 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
140 Confronta Cetif, “Organizzazione della funzione di Compliance nelle imprese e nei Gruppi 
assicurativi”, rapporto di ricerca, 2009. 
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Con l’ultimo aggiornamento le banche hanno dovuto dare maggior importanza 
alla componente IT e al Risk Appettite Framework, che, invece, viene presa 
meno in considerazione nelle compagnie assicurative.  
Si è sviluppato un incremento del perimetro di competenza della funzione di 
Compliance, tuttavia, questa è stata maggiore nel settore bancario rispetto a 
quello assicurativo. 
In conclusione, possiamo dire che ciò che merge da una ricerca SDA Bocconi, in 
collaborazione con SIA-SSB ed Aicom sull’evoluzione della funzione 
Compliance e il Compliance Risk nei servizi di investimento, effettuata nel 2009, 
che oltre il 75% degli intermediari ritiene che la funzione Compliance possa 
svolgere un ruolo propulsivo nei processi di innovazione che riguardano la 
prestazione di servizi di investimento.141 Quindi, sia per le banche che per le 
assicurazioni, ma anche per gli altri intermediari finanziari, la funzione di 
Compliance sta assumendo un ruolo sempre più importante all’interno 
dell’impresa. 
 
 
L’Internal Auditing. 
L’attività dell’impresa deve essere indirizzata alla realizzazione di un equilibrio 
reddituale, patrimoniale e finanziario duraturo, compito dell’attività di controllo è 
verificare che tale condizione venga soddisfatta.142 
La definizione dell’Internal Auditing è quella addotta dall’Institute of Internal 
Auditors nel 1999, già analizzata nel paragrafo 3.1. Da questo punto di vista 
l’attività dell’audit, sia nel settore assicurativo che nel settore bancario, segue il 
Professional Practices Framework. 
Per quanto riguarda l’attività dell’Internal Auditing, questa controlla l’andamento 
dell'operatività e l’evoluzione dei rischi, anche attraverso verifiche in loco, e 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
141 Confronta Aicom, SDA Bocconi, SIIA SSB, “L’evoluzione della funzione compliance e il 
compliance risk nei servizi d’investimento”, 2009. 
142 Confronta M. Baravelli, A. Viganò, “L’Internal Audit nelle banche. Sistema dei controlli 
interni e linee di cambiamento nelle banche italiane”, Bancaria Editrice, Roma, 2000, pag. 47.	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valuta la struttura organizzativa e le altre componenti del sistema dei controlli 
interni, portando all'attenzione degli organi aziendali i possibili miglioramenti, 
con particolare riferimento al RAF e al processo di gestione dei rischi. Infine, 
formula raccomandazioni agli Organi Aziendali sulla base dei controlli effettuati. 
In base a quanto stabilito dal piano audit, valuta l’efficacia del processo di 
definizione del RAF, la coerenza interna dello schema complessivo e la 
conformità dell’operatività aziendale al RAF. Verifica, anche attraverso 
accertamenti di natura ispettiva:  
a) la regolarità delle diverse attività aziendali, incluse quelle esternalizzate, e 
l’evoluzione dei rischi sia nella direzione generale della banca, sia nelle 
filiali.  
b) il monitoraggio della conformità alle norme dell’attività di tutti i livelli 
aziendali;  
c) il rispetto, nei diversi settori operativi, dei limiti previsti dai meccanismi 
di delega e il pieno e corretto utilizzo delle informazioni disponibili nelle 
diverse attività;  
d) l’efficacia dei poteri della funzione di controllo dei rischi di fornire pareri 
preventivi sulla coerenza con il RAF delle operazioni di maggior rilievo;  
e) l’adeguatezza e il corretto funzionamento dei processi e delle metodologie 
di valutazione delle attività aziendali e, in particolare, degli strumenti 
finanziari;  
f) l’adeguatezza, l’affidabilità complessiva e la sicurezza del sistema 
informativo (ICT audit);  
g) la rimozione delle anomalie riscontrate nell’operatività e nel 
funzionamento dei controlli (attività di “follow-up”). 
Può effettuare test periodici sul funzionamento delle procedure operative e di 
controllo interno. 143 
Con specifico riferimento al processo di gestione dei rischi, la funzione di 
revisione interna valuta anche: 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
143 Confronta M. Bava, “L’audit nel sistema di controllo interno”, Giuffrè, Milano, 2004. 
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§ l’organizzazione, i poteri e le responsabilità della funzione di controllo dei 
rischi, anche con riferimento alla qualità e alla adeguatezza delle risorse a 
questa assegnate;  
§ l’appropriatezza delle ipotesi utilizzate nelle analisi di sensitività e di 
scenario e negli stress test;  
§ l’allineamento con le best practice diffuse nel settore. 
L’organizzazione della funzione di revisione interna è coerente con 
l’articolazione ed il grado di complessità della banca. Fermo restando che la 
funzione va posta alle dirette dipendenze dell’Organo con funzione di 
supervisione strategica, vanno, tuttavia, preservati i raccordi con l’Organo con 
funzione di gestione. 144 
L’Internal Audit ha la possibilità di accedere a tutte le attività dell’impresa per 
poter svolgere nel miglior modo possibile la sua attività; deve presentare la 
caratteristica dell’indipendenza ed è necessaria una sua collaborazione con le 
altre funzioni aziendali e di controllo. 
Sicuramente, l’attività dell’Auditors, nelle banche e nelle assicurazioni, 
basandosi sugli stessi principi trova molto analogie, sia sotto l’aspetto definitorio 
sia a livello di processo e di svolgimento dell’attività. 
Tuttavia ciò che potrebbe differenziarsi è la maggior importanza che, all’interno 
delle banche, si sta iniziando a dare rispetto alle imprese assicurative al RAF e al 
ruolo dell’IT Auditors. 
Sicuramente, grazie all’ultimo aggiornamento, all’interno delle banche si è 
assistito ad un rafforzamento sia del sistema dei controlli interni, sia del ruolo 
dell’Internal Audit; infatti, per quest’ultimo sono stati ampliati i perimetri di 
competenza. Anche per le assicurazioni, l’ultimo aggiornamento ha previsto 
un’intensa revisione dell’attività di audit, tra le tre funzioni analizzate a livello di 
controllo, quella della funzione dell’Internal Auditing è stata quella 
maggiormente rinforzata ed ampliata. 
Concludendo, possiamo dire che sia nelle banche che nelle assicurazioni i 
	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  
144 Confronta Circolare Banca d’Italia 263/2006 Titolo V Capitolo 7. 
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controlli interni hanno assunto nel corso degli anni sempre più importanza; 
queste presentano molto analogie, poiché spesso le attività si basano sui principi 
riconosciuti a livello nazionale o internazionale. 
Indubbiamente, ciò che possiamo sostenere è che nelle banche c’è un maggior 
consolidamento di tali funzioni, perché comunque sono state istituite prima e 
sicuramente gli scandali degli ultimi anni hanno fatto capire la loro vera 
importanza; di notevole rilevanza è, soprattutto, l’ultimo aggiornamento della 
Circolare 263/2006 che ha accresciuto ancora di più il rafforzamento del sistema 
dei controlli interni e delle sue varie funzioni. 
Questo non significa che all’interno delle assicurazioni queste funzioni non siano 
importanti, ma il loro consolidamento è ancora in via di sviluppo, dovuto anche 
al fatto che queste funzioni sono state istituite più recentemente rispetto alle 
banche. 
Il Provvedimento IVASS n. 17 farà sicuramente fare un passo in avanti in ambito 
dei controlli interni, tali aggiornamenti dovrebbero essere recepiti dalle 
assicurazioni entro il 31 dicembre del 2014. 
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CONSIDERAZIONI CONCLUSIVE.  
 
Il quadro di incertezza che caratterizza l’ambiente in cui l’impresa opera ha 
portato ad una maggiore complessità del sistema dei rischi; sicuramente, gli 
effetti devastanti che hanno avuto sui mercati frodi, scandali finanziari e conflitti 
d’interesse, hanno ampliato ancora di più tale problema. 
Un efficiente ed efficace sistema dei controlli interni può aiutare a risolvere tali 
difficoltà; infatti, l’istituzione di un adeguato sistema risulta fondamentale per 
perseguire l’obiettivo della sana e prudente gestione, elemento indispensabile per 
qualsiasi impresa, e per realizzare i propri obiettivi aziendali. Tale sistema 
permette anche di misurare e gestire in maniera più corretta le diverse tipologie 
di rischio a cui l’attività d’impresa è esposta. 
Secondo il CoSO Report il sistema di controllo interno è un processo svolto dal 
Consiglio di Amministrazione, dai dirigenti e da altri operatori della struttura 
aziendale, che si prefigge di fornire una ragionevole sicurezza sulla realizzazione 
degli obiettivi rientranti nelle seguenti categorie: efficacia ed efficienza delle 
attività operativa, attendibilità delle informazioni di bilancio, conformità alle 
leggi e ai regolamenti in vigore. 
E’ possibile distinguere le attività di controllo in 3 livelli: controlli di linea, di 
secondo livello (Risk Management e Compliance) e di terzo livello (Internal 
Auditing). 
Le normative a livello bancario e assicurativo contengono una definizione che si 
allinea sostanzialmente, anche se non totalmente, a quella appena citata del 
CoSO Report. 
Per quanto riguarda le assicurazioni, il sistema dei controlli interni è disciplinato 
dal Regolamento ISVAP n. 20 del 2008, aggiornato con l’ultimo Provvedimento 
IVASS n. 17 del 15 aprile 2014, tali innovazioni devono essere recepite dalle 
imprese entro il 31 dicembre 2014. 
Nelle banche, invece, la disciplina fa riferimento alla Circolare 263/2006, 
aggiornata al 1° luglio del 2014. 
In entrambi i casi con questi aggiornamenti si è ottenuto un rafforzamento e un 
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consolidamento di tale sistema e in particolare si sono ampliati il ruolo del 
Consiglio di Amministrazione, della funzione di Risk Management, di 
Compliance e dell’Internal Auditing. 
Necessaria è la collaborazione e la cooperazione tra queste diverse figure e lo 
sviluppo di un adeguato scambio informativo, mantenendo comunque la propria 
autonomia e indipendenza nello svolgere la propria attività. Uno degli obiettivi 
principali delle imprese è proprio quello di ricercare una maggior integrazione tra 
queste funzioni e anche con gli altri organi preposti al controllo, per ottimizzare 
l’esecuzione delle rispettive mansioni e rendere più efficace l’attività di 
controllo. 
Le Autorità nazionali attraverso i vari provvedimenti stanno accrescendo 
l’importanza del sistema dei controlli interni, anche in linea con le direttive 
europee. Sia Basilea che Solvency II, infatti, hanno come obiettivo quello di 
migliorare la gestione e la misurazione dei rischi a cui è esposta l’impresa. 
Il Consiglio di Amministrazione ha un ruolo fondamentale all’interno dei 
controlli interni e, nelle imprese assicurative, questo ruolo è stato maggiormente 
definito e ampliato con il Provvedimento IVASS. 
Un altro aspetto sicuramente da evidenziare è la funzione di Compliance, che non 
tratta solo di assicurare il rispetto delle normative e di esercitare un controllo 
vigile e fermo sugli operatori e sulle imprese del settore, ma ha anche lo scopo di 
far crescere la fiducia e la credibilità del settore. Questo perché la maggior parte 
degli scandali verificatesi si sono sviluppati escogitando piani per aggirare i 
presidi di regole e controlli; quindi, tale attività assume un ruolo sempre più 
rilevante. 
Inoltre, l’accumularsi nel tempo di normative e regolamenti differenti, che spesso 
tendono a sovrapporsi l’uno con l’altro, ha portato ad un aumento dei sistemi di 
Compliance.  
Anche la funzione di Risk Management ha dei compiti importanti da svolgere 
che si dovranno incentrare sempre più sulla prevenzione e gestione delle diverse 
tipologie di rischio. Il monitoraggio, infatti, sta diventando sempre più il fattore 
critico di successo nel settore bancario e assicurativo.  
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Mantenere il rischio ad un livello accettabile per l’impresa è una delle sfide 
cruciali che il management deve affrontare, anche a causa dei cambiamenti che si 
sono verificati nello scenario economico mondiale. 
L’istituzione di un adeguato sistema di Risk Management è un utile supporto per 
fronteggiare tale sfida. 
Per quanto riguarda l’Internal Auditing, nel corso degli anni questo ha 
accresciuto la propria competenza e responsabilità; in futuro dovrà cercare di 
assumere un ruolo di vero e proprio garante della qualità e cercare di far 
percepire il valore aggiunto di quest’attività a tutta l’azienda. Spesso tale attività 
è vista solo come un’ispezione e non invece come un’utilità per l’impresa e per il 
suo management. 
Ciò che poi è di notevole importanza per cercare di implementare al meglio 
questo tipo di sistema è la cultura sui controlli interni.  
Infatti, il Consiglio di Amministrazione e l'Alta Direzione devono promuovere 
elevati standard etici e d’integrità e creare una cultura aziendale che valorizzi e 
dimostri a tutto il personale l'importanza dei controlli interni. È necessario che 
tutti i livelli del personale abbiano chiara cognizione del proprio ruolo nel 
processo di controllo interno e siano pienamente impegnati nel processo 
medesimo, poiché essi sono parte integrante dell’attività dell’impresa. 
Devono essere promosse iniziative formative in tema di controlli interni e deve 
essere adottato un codice etico che definisca le regole comportamentali, disciplini 
le situazioni di potenziale conflitto di interesse e preveda azioni correttive 
adeguate. 
Le attività bancarie e assicurative hanno ampliato la propria offerta dei servizi 
per le diverse esigenze che si sono sviluppate da parte degli operatori, 
sicuramente ciò è più evidente nel settore bancario, dove l’attività finanziaria 
svolta supera quella tradizionale, ormai, da qualche anno. 
Anche questo è un fattore che ha incrementato la difficoltà di gestire le diverse 
tipologie di rischio che si sono estese. 
Mettendo a confronto il sistema dei controlli interni nelle banche e nelle 
assicurazioni, possiamo affermare che nel primo settore tale sistema si è 
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sviluppato anticipatamente rispetto al secondo. Ciò fa sì che ci sia un maggior 
consolidamento nelle banche, anche se con riferimento agli ultimi aggiornamenti, 
anche le compagnie stanno sempre più potenziando i controlli interni, spesso, 
basandosi su ciò che è stato fatto all’interno delle imprese bancarie. 
A livello di gruppo, però, è il regolamento ISVAP n. 20 del 2008 che ha dato un 
input alle banche, infatti, in entrambi i settori la capogruppo deve svolgere 
controlli di natura strategica, di natura gestionale e un controllo tecnico. 
Questo fa capire come anche le Autorità di vigilanza del comparto assicurativo 
abbiano capito l’importanza di tale sistema e stiano implementando le norme che 
regolano l’attività di controllo. 
Possiamo dunque dire che sia nelle banche sia nelle assicurazioni i controlli 
interni hanno assunto nel corso degli anni sempre più rilevanza; queste 
presentano molto analogie, poiché spesso le attività si basano su norme 
riconosciute a livello nazionale o internazionale, o dalle diverse associazioni che 
definiscono i principi riguardanti le diverse funzioni dei controlli (esempio: 
A.I.I.A. o Aicom). 
Il sistema dei controlli interni presenta comunque dei limiti: 
- Giudizio: l’efficacia del controllo interno trova un limite nel rischio di 
errore umano quando si prendono delle decisioni aziendali, in quanto le 
decisioni sono prese in base ai giudizi umani in un determinato momento 
sulla base delle informazioni disponibili e talvolta sotto la spinta e 
l’urgenza delle circostanze; alcune decisioni basate sul giudizio umano 
possono poi, in chiave retrospettiva, rivelarsi la causa di risultati mediocri 
e avere bisogno di modifiche.  
- Disfunzioni: anche se ben concepiti, i sistemi di controllo interno possono 
essere oggetto di disfunzioni o di debolezze; il personale, ad esempio, può 
male interpretare le istruzioni, può commettere errori di giudizio o di 
distrazione. Il capo di un ufficio amministrativo responsabile di indagare 
su situazioni anomale può semplicemente dimenticare o omettere di 
approfondire l’indagine, non effettuando le dovute correzioni. Può anche 
succedere che il personale destinato temporaneamente ad attività di 
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controllo, in mancanza o in assenza degli specifici addetti, possa svolgere 
questo compito impropriamente; le modifiche al sistema possono essere 
attuate prima che il personale sia stato addestrato per reagire 
adeguatamente ai segnali di malfunzionamento dei sistemi.  
- Deroghe dei dirigenti: un sistema di controllo interno è tanto efficace 
quanto lo sono i responsabili del suo funzionamento; anche nelle aziende 
meglio controllate, con un elevato grado d’integrità e di sensibilizzazione 
al controllo, un manager può essere in grado di derogare al controllo 
interno. Il termine “deroghe” si usa per indicare il mancato rispetto delle 
politiche e delle procedure di controllo, per scopi illeciti, per trarne 
personale vantaggio oppure per presentare migliori risultati di bilancio o 
dissimulare la non conformità agli obblighi di legge. 
- Collusione: atti di collusione tra due o più individui possono sfociare in 
carenze di controllo. Persone che agiscono di comune accordo, per 
commettere e occultare un atto soggetto a controllo, possono spesso 
alterare dati contabili o altre informazioni in modi non individuabili dal 
sistema di controllo. Si ha collusione, per esempio, tra un dipendente 
addetto ad un’importante funzione di controllo e un cliente o un altro 
dipendente. Su livelli differenti, diversi responsabili di divisione o di 
settori possono accordarsi nell’eludere controlli, affinché i risultati 
realizzati possano apparire conformi agli obiettivi assegnati per le 
incentivazioni.  
- Rapporto costi/benefici: le risorse sono sempre limitate pertanto le aziende 
devono tener presente il rapporto costi-benefici dei controlli che si 
vogliono attivare. Nel decidere l’attivazione di un controllo occorrerà 
considerare da una parte il rischio d’insuccesso e i relativi effetti, 
dall’altro il costo per la sua implementazione.  
Le imprese devono quindi trovare le risorse finanziarie e umane necessarie per 
porre in essere interventi per istituire un adeguato sistema di controllo interno e 
in un contesto economico come quello attuale sicuramente la sfida da affrontare 
non è semplice. 
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Anche dall’indagine che è stata effettuata da Deloitte i costi per conformarsi alle 
misure regolamentari nel 2012 sono stati tra i 4,2 miliardi e i 4,9 miliardi di euro 
e ciò è destinato a non calare fino al 2015, visto anche i diversi aggiornamenti 
che devono essere recepiti entro fine 2014. 
Naturalmente, è normale che un adeguato sistema di controllo interno comporti 
dei costi: processo, personale dedicato, tempo dedicato e sistemi informativi a 
supporto. Essendo le risorse un bene aziendale non infinito, l’investimento in 
termini di sistema di controllo interno deve rispondere a logiche economiche che 
pongano in relazione i benefici attesi dell’attività da creare con i costi necessari. 
Tuttavia, per evitare che scandali finanziari e frodi si riverifichino e per effettuare 
un’adeguata gestione dei rischi è necessario che le banche e le assicurazioni 
cerchino sempre più di realizzare un modello organizzativo integrato con le 
funzioni di controllo interno. 
Grazie anche alle recenti normative, le imprese stanno cercando effettivamente di 
accrescere i sistemi di controllo aziendale sempre più ricercati e in grado di 
monitorare e gestire correttamente la complessità operativa ed i correlati profili 
di rischio. 
Concludendo, da ciò che è stato trattato possiamo affermare che l’istituzione di 
un adeguato sistema di controllo interno nelle assicurazioni come nelle banche è 
sicuramente un elemento fondamentale per il perseguimento della sana e 
prudente gestione. Attraverso tale attività è possibile ridurre i rischi aziendali e 
garantire con un certo margine di sicurezza l’efficacia e l’efficienza dei processi 
aziendali, adeguato controllo dei rischi attuariali e prospettici, attendibilità e 
integrità delle informazioni contabili e gestionali, salvaguardia del patrimonio 
anche in un’ottica di medio lungo periodo, conformità dell’attività dell’impresa 
alla normativa vigente alle direttive e alle procedure aziendali. 
Vista la connessione che sussiste tra rischio e business, l’attività di 
identificazione, valutazione e gestione dei rischi risulta essenziale per il successo 
di un impresa. 
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