






















El  texto que a  continuación  se  extiende  es  el  resultado de  la práctica más 
individual y trabajosa que he realizado a lo largo de mis años en la universidad. La 
labor  llevada a  cabo  cierra una  etapa de  formación  en  la que he desarrollado  (y 
espero demostrarlo  con  el  trabajo que  aquí presento)  algunas de  las habilidades 
necesarias para enfrentarme al trabajo que hoy en día puede hacer un ingeniero de 
mis  características  en  la  vida  laboral.  Su  realización  no  ha  estado  exenta  de 
complicaciones y problemas, lo cual tras el momento inicial de preocupación sirve 
para curtirte en las distintas dificultades que pueden surgir en cualquier momento 
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 1.1 ÁMBITO DEL PROYECTO 
El  actual  texto  desarrolla  el  proyecto:  “Evaluación  de  conformidad  con 
ISO/IEC  19784‐1  para  algoritmos  de  identificación  biométrica”.  El 







vez  maneras  seguras,  fiables,  y  eficaces  de  probarse.  Esta  será  la  tarea  que 
podemos proclamar principal objetivo del proyecto. 
Numerosos proyectos del ámbito de  la Biometría son  llevados a cabo en el 
departamento  de  Tecnología    Electrónica,  de  modo  que  la  realización  del 




en  Iris y Huella,  comprobando que  se  cumple  la norma  ISO/IEC 19784‐1 que 




El objetivo del proyecto  es desarrollar una  aplicación  con  la que, dado un 
algoritmo  de  identificación  biométrica,  se  evalúe  si  cumple  con  el  API 






cumplimiento  de  dicha  norma  garantiza  una  seguridad  y  facilidad  de 
adaptación de aplicaciones distintas y en lugares distintos. La mayor parte del 











El  estándar de modelos de pruebas de  conformidad  esta declarado de 
modo amplio y conciso en la norma ISO/IEC 24709‐2 (Conformance Testing for 
BioAPI‐Test  Assertions  for  Biometric  Service  Providers)  la  cual  debemos  de 
citar  como primera herramienta para  la  consecución del proyecto ya que por 
decirlo así, ahí están dictadas las reglas de cómo llevar a cabo estas pruebas de 
conformidad  de  que  hablamos. Como  se  explicará  mas  adelante  el  esquema 





Donde  una  determinada  aplicación  biométrica  se  comunica  con  un 
proveedor  de  servicios  biométricos  (BSP)  a  través  de  una  interfaz  definida 







sido  proporcionados  por  el  departamento  de  Tecnología  Electrónica  son 
evidentemente  también  una  herramienta  pues  sobre  ellos  se  prueba  que  la 
aplicación funciona correctamente, y a la vez pasan a formar parte de ella. 
 
Por último  citamos dos herramientas  que  son:  el programa  soporte  en 
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Framework  de  BioAPI:  implementado  en  Visual  C++,  Este  Framework  es  el 
único disponible en estos momentos bajo la especificación de BioAPI 2.O y está 
desarrollado  por  la  división  BioFoundry®,  perteneciente  a  la  empresa  OSS 






implementado  bajo  Test  (IUT).  Proporcionados  por  el  departamento  de 
Tecnología electrónica de la Universidad Carlos III de Madrid. 
 
















•  Capítulo  6:  Pruebas  y  desarrollo.  Interacción  entre  el  BSP  Testing 















Dado que  el  objetivo del proyecto  es desarrollar una  aplicación  con  la 
que, tomado un algoritmo de identificación biométrica, se evalúe si cumple con 











autenticación  y  verificación  basadas  en  características  físicas  (existen  desde 







que  lo  utilizan  son  por  ejemplo    el  Bank  of  America  (donde  ya  se  han 
implementado  sistemas  de  reconocimiento  por  huella  y  del  iris  para  hacer 
frente  a  las  grandes  pérdidas  debidas  en  parte  a  la  poca  seguridad  que 
presentan los sistemas utilizados hasta ahora), Pasaportes y DNI´s electrónicos 
para  pasar  los  controles  de  aduanas,  Toshiba  (pionero  en  sacar  al  mercado 
portátiles con reconocimiento de huella dactilar) 
2.2 BIOMETRÍA 
Según  la Real Academia de  la Lengua Española  la definición de biometría 
es: “Estudio mensurativo o estadístico de los fenómenos o procesos biológicos”. 
Pero para  la definición de esta palabra en el ámbito  técnico que nos ocupa se 
considera más  exacto  o  completo  decir  que  “es  una  tecnología  de  seguridad 
basada en el reconocimiento de una característica física e intransferible de las 
personas”.  Algunas  de  estas  características,  que  denominaremos  biométricas 
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secuencia  numérica.  Cuando  posteriormente  se  necesite  reconocer  a  una 
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 Uno  de  los  ejemplos  más  básicos  de  una  característica  física  que  es 
utilizada para reconocimiento de una persona es el rostro. Desde épocas muy 
remotas, los humanos han utilizado el rostro de sus semejantes para diferenciar 
individuos  familiares o que eran conocidos de  los  desconocidos. Muchas  son 




Se han descubierto antiguas  cuevas  con pinturas que  se  supone  fueron 
realizadas por hombres prehistóricos que vivieron en ellas. Alrededor de dichas 
pinturas  se  hallaron  numerosas  impresiones  de  manos  que  actúan  como  las 
firmas  que  identifican  a  sus  creadores.  Se  han  encontrado  evidencias de  que 
alrededor  de  500  AC  las  transacciones  comerciales  entre  los  babilonios  eran 
registradas  en unas pastillas de arcilla que  incluían  la  impresión de  la huella 
digital. 
 
Joao  de  Barros,  un  explorador  y  escritor  español,  escribió  que  los 
primeros mercaderes chinos incluían la impresión de las huellas digitales en sus 
transacciones  de  negocios.  Asimismo,  los  padres  chinos  utilizaban  las 
impresiones  de  dedos  y  pies  para  diferenciar  a  sus  hijos  de  otros.  En  los 
comienzos  de  la  historia  egipcia,  los  comerciantes  eran  identificados  por  sus 




A  mediados  de  1800,  con  el  gran  crecimiento  de  las  ciudades  y  la 
población surgen nuevas técnicas de identificación demandadas por la  justicia, 




el  sistema  Bertillon  el  cual  se  basaba  en  la  medición  de  varios  parámetros 






Edward  Henry,  inspector  general  de  la  policía  de  Bengala,  India,  ideó  un 
método  para  registrar  las  huellas  digitales  que  ofrecía  la  posibilidad  de 
recuperar  un  registro  de  la  forma  en  que  lo  hacía  el  método  Bertillon  pero 
basado  en  un  rasgo  físico  mucho  más  individual  y  personal:  las  huellas 
 




Los  sistemas  biométricos modernos  comienzan  a  surgir  en  la  segunda 
mitad del siglo XX  junto con el desarrollo de  los sistemas computarizados. En 
los años 90 se produce una gran explosión en este campo, creando tecnologías 
masivas,  más  económicas  y  al  alcance  de  la  mano  de  mayor  cantidad  de 












































Las  características biométricas de  las personas  serán  aptas para  su uso 
como  patrón  para  la  identificación  biométrica  siempre  que  satisfagan  los 
siguientes  requisitos  [FER06]:  Universalidad  (el  rasgo  biométrico  debe  estar 
presente en todos los individuos), Singularidad (debe asegurar su precisión para 
discriminar entre dos individuos), Estabilidad (no puede cambiar con el tiempo o 
las  condiciones  ambientales),  Cuantificabilidad  (se  debe  poder  medir  en  
términos  cuantitativos  para  poder  procesar  la  información 
capturada),Aceptabilidad  (los  usuarios  del  programa  deben  colaborar  en  su 
funcionamiento), Rendimiento  (se requiere un nivel de exactitud muy alto para 








biométrica experimenta una aceptación creciente debido a  la  reducción de  los 
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 costos de  los dispositivos y a su alta confiabilidad. Por ello, no se restringe su 
uso  a  aplicaciones  de  alta  seguridad,  como  bancos  e  instalaciones 
gubernamentales, sino que también se extiende a  las empresas, para el control 
de  clientes  y  empleados  y  en  el  acceso  a  oficinas  y  plantas  comerciales  e 
industriales. Aunque  la  lista sería  interminable, algunas de  las aplicaciones de 
la  identificación  mediante  sistemas  biométricos  de  distinto  tipo  serían  los 
servicios  públicos,  servicios  policiales,  penitenciarios,  instituciones  de  salud, 
permisos  de  conducir,  inmigración,  registro  de  armas,  controles  de  acceso, 
tiempo  y  asistencia,  seguridad  de  redes  informáticas,  comercio  electrónico, 
educación, etc. 
 





Las  salientes  se  denominan  crestas  papilares  y  las  depresiones  surcos 
interpapilares. En las crestas se encuentran las glándulas sudoríparas. El sudor 
que éstas producen contiene aceite, que se retiene en los surcos de la huella, de 
tal  manera  que  cuando  el  dedo  hace  contacto  con  una  superficie,  queda  un 
residuo de ésta, lo cual produce un facsímil o negativo de la huella. 
Son únicas e  irrepetibles aún en gemelos  idénticos, debido a que su diseño no 
está  determinado  estrictamente  por  el  código  genético,  sino  por  pequeñas 
variables  en  las  concentraciones del  factor del  crecimiento y  en  las hormonas 


















En  la  figura  aparecen  8  puntos  característicos  que  hay  en  un  dedo,  éstos  se 
repiten indistintamente para formar entre 60 y 120 (por ejemplo 10 horquillas 12 
empalmes  15  islotes,  etc.).  A  estos  puntos  también  se  llaman  minutas,  o 




modelo  en  dos  dimensiones,  según  se muestra  en  el  ejemplo, mismo  que  se 
almacena en una base de datos,  con  la debida  referencia a  la persona que ha 
sido objeto del estudio. 





Para  llevar  a  cabo  el proceso  inverso  o  verificación dactilar,  se utilizan  estos 
mismos vectores, no las imágenes capturadas por el sensor. 
 





El  Sistema  de  Identificación  Automatizada  de  Huellas  Dactilares,  tiene  un 
índice  de  seguridad  del  99.9%  ya  que  verifica  la  identidad  de  una  persona, 
basada en las características de sus huellas digitales. 
Para tratar los datos de la huella se utiliza un algoritmo que permite asociar la 
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 2.5.2. Identificación por reconocimiento de iris [BAR08]  
El  reconocimiento  de  iris  es  el  proceso  de  reconocer  a  una  persona 
analizando el patrón del iris. El método automatizado de reconocimiento de iris 
es relativamente joven, existiendo en patente solamente desde 1994. El iris es un 







El  sistema  adquiere  una  imagen  del  iris  y  transforma  las  características 
anteriormente mencionadas en patrones numéricos, que  se  contrastan  con  los 
previamente  almacenados. Concretamente, una  cámara de  reconocimiento de 
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 ‐ El patrón del  iris se mantiene sin cambios, es decir, es estable a  lo  largo del 




‐  Presencia  de  pequeñas  variaciones  en  su  tamaño  tanto  con  cambios  en  la 




‐  Los  patrones  del  iris  son  más  complejos  y  aleatorios  que  otros  patrones 
biométricos,  lo  cual  ofrece un método de  alta precisión para  la  autenticación 
individual  de  cada  uno  de  los  usuarios  con  una  tasa  de  error  por  falsa 
aceptación es inferior a uno sobre 1.2 millones.  
 




izquierdo y el derecho de un mismo  individuo  son diferentes.  Incluso,  según 






▪ Registro:  captura de una  o más muestras biométricas que  se utilizan  como 
identidad biométrica del ciudadano para posteriores procesos de identificación 
 
▪  Extracción  de  plantillas  biométricas  (procesado):  extracción  del  modelo 




 Centralizado:  base  de  datos  central  con  información  biométrica  de  los 
ciudadanos.  Posibilita  tanto  identificación  como  la  verificación  de  identidad 
pero depende de las comunicaciones 
Distribuido:  el  propio  documento  de  identificación.  Posibilita  sólo  la 
verificación pero no depende de las comunicaciones 
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▪ Verificación:  proceso  de  comparación  de  la  platilla  biométrica  almacenada 
con la que se acaba de capturar 
 
Para exponer de una  forma mas detallada como  lleva a cabo su  trabajo 
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 Verificación: Procedimiento matemático por el cual se determinan similitudes y 















Antes de que ocurra el reconocimiento de  iris, se  localiza el  iris usando 
características  del  punto  de  referencia.  Estas  características  del  punto  de 
referencia y  la  forma distinta del  iris permiten digitalización de  la  imagen, el 
aislamiento de  la  característica,  y  la  extracción. La  localización del  iris  es un 










La digitalización de  imagen del  iris requiere el uso de una cámara  fotográfica 
digital de  la alta calidad. Las cámaras  fotográficas comerciales de  iris actuales 
utilizan  comúnmente  la  luz  infrarroja para  iluminar  el  iris  sin  causar daño  o 
malestar al sujeto. Al digitalizar la imagen del iris, haciendo uso de los filtros de 
Gabor  se  filtran  y  trazan  los  segmentos  del  iris  en  los  fasores  (vectores).  
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 Estos  fasores  incluyen  la  información  sobre  la  orientación  y  la  frecuencia 










Los  patrones  del  diafragma  son  descriptos  por  un  vector  de 
caracteristicas usando la información de la fase recogida en los fasores. La fase 






características.  La  suma  de  diferencias  entre  dos  ‐  la Distancia  de Hamming 
(HD) ‐ se utiliza como prueba de independencia estadística entre los vectores. Si 
el  HD  indica  que  menos  de  un  tercio  de  los  bytes  en  los  vectores  de 
características  son  diferentes,  el  vector  falla  en  la  prueba  de  importancia 
estadística,  indicando  que  son  del  mismo  iris.  Por  lo  tanto,  el  concepto 
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 2.7  FUNCIONAMIENTO;  RENDIMIENTO  Y 
SUPLANTACION 
En un  sistema de Biometría  típico,  la persona  se  registra  en  el  sistema 
cuando una o más de  sus  características  físicas y de  conducta  son obtenidas, 
procesada por un algoritmo biométrico, e  introducida en una base de datos, o 
en un dispositivo  tipo  token.  Idealmente cuando se verifica con éxito,  implica 
que  sus  características  concuerdan por  encima de un umbral  establecido;  (en 

















rechaza  los  errores  es  igual:  la  tasa  de  error  igual  (Equal  Error  Rate  o  EER), 
 













del  ADN  goza  de  un  grado  particularmente  alto  de  confianza  pública 
actualmente  (ca. 2004) y  la  tecnología está orientándose al  reconocimiento del 















En  el  pasado  algunas  de  estas  ʹhazañas  cinematográficasʹ  han  sido 
realizadas en entornos de laboratorio. Ya hace años se demostró como muchos 
sistemas de reconocimiento de huella digital podían ser fácilmente suplantados 
(afortunadamente  no  era  necesario  cortar  el  dedo  del  usuario;  un molde  del 
dedo realizado con gelatina era más que suficiente). 
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 algunos  sistemas  lectores  verifican  que  la  huella  suministrada  tiene  pulso, 
evitando así la lectura de dedos y huellas artificiales. 
 
Por  ahora  son únicamente pruebas de  concepto  a nivel de  laboratorio:  
recoger una huella digital y utilizarla para suplantar a un usuario a través de un 
lector biométrico. No obstante,  cabe  recordar que  los  sistemas biométricos no 
son habitualmente utilizados por  lo que  los  incentivos para  los atacantes  son 
reducidos. Ahora  bien,  la utilización de un  sistema de protección  biométrico 
también suele ser un indicador que allí hay algo de valor.  
 












Como  hemos  visto  en  las  explicaciones  anteriores,  los  sistemas 









El  segundo paso depende de  si  se necesita verificar o  identificar. En el 
caso de verificación, la persona le informa al sistema cual es su identidad ya sea 
presentando  una  tarjeta  de  identificación  o  introduciendo  alguna  clave, 
mientras  que  si  se  trata  de  una  identificación,  el  sistema  debe  comparar  el 
vector de características extraído con un conjunto de patrones que se han   de 
tener  almacenados;  con  estas  comparaciones  determinará  la  identidad  de  la 
persona.  
 
La  biometría  es un  campo muy  interesante  y  excitante  que  ha  crecido 
exponencialmente en  los últimos años y   especialmente desde el 2001,  tras  los 
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 ataques terroristas del 11 de septiembre. El estado actual de la investigación en 
este  campo  permite  augurar  un  futuro  a  corto/medio  plazo  en  el  que  estos 
sistemas están tomando un papel relevante en lo que a seguridad se refiere y es 
sabido que un    incremento en el uso  trae consigo una reducción en  los costes. 
Paralelamente a  esta  reducción  se  está produciendo un  incremento  sustancial 


























El  uso  de  la  biometría  como  técnica  generalmente  reconocida  para  la 
identificación de personas, puede datar su inicio a finales del siglo XIX. En esas 
fechas,  la  Identificación Biométrica  tenía una componente casi exclusivamente 
forense,  y  una  aplicación  fundamentalmente  jurídico/policial  asociada  a 
técnicas  de  verificación  personal  a  partir  del  estudio  de  las  impresiones 
dactilares.  A  finales  del  siglo  XX,  los  avances  de  los  sistemas  informáticos 
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 3.1 INTRODUCCIÓN 
 
A  lo  largo  del  tiempo,  las  soluciones  creadas  para  realizar  las 
aplicaciones que utilizan  la Biometría, han sido propietarias y han carecido de 
cualquier  tipo  de  componente  estandarizado  o  normalizado.  De  esta  forma, 
tanto  los dispositivos,  como  las bases de datos y  los  interfaces, eran distintos 
para  cada  suministrador  tecnológico,  imposibilitando  cualquier  tipo  de 
interoperabilidad  entre  sistemas.  Sólo  en  algunos  aspectos  de  los  sistemas 
biométricos  jurídico/policiales basados en técnicas de identificación dactilar, se 
disponían  de  componentes  normalizados  aunque  sin  llegar  a  tener 
consideración de estándares de “jure” internacionales.  
 
En  1926,  algunos  organismos nacionales de normalización  fundaron  la 
Federación  Internacional de Asociaciones Nacionales de Normalización  (ISA), 
con  la  finalidad  de  promover  el  comercio  internacional  a  través  de  la 
estandarización de los procesos de producción y los productos  La ISA, que ceso 
sus actividades en 1942, puede considerarse el precedente inmediato del actual 
Organismo  Internacional  de Normalización  (ISO).    Esta  nueva  organización, 










Fue  a  finales de  los  años  90  cuando  se  empieza  a  ver  la necesidad de 
crear interfaces comunes, así como formatos de datos conocidos. De ahí surgen 





Comité Conjunto  ISO/IEC  sobre Tecnologías de  la  Información  (JTC1). Desde 
esa fecha, el número de países miembros de ese Subcomité ha ido aumentando, 
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 y se ha  ido  trabajando en sacar a  la  luz estándares  internacionales que cubran 
todos los ámbitos de la Identificación Biométrica.. En el próximo apartado se va 











Miembros  correspondientes  ?  de  los  organismos  de  países  en  vías  de 
desarrollo y que  todavía no poseen un  comité nacional de normalización. No 





           
 
Asamblea  General:  Está  constituida  por  un  grupo  de  Delegados  que  son 
nombrados  por  los  Organismos  Miembros.  Esta  Asamblea  General  debe 
reunirse  por  lo menos  cada  3  años  y  durante  su  sesión  cada miembro  tiene 
derecho a emitir un sólo voto por cada uno de los acuerdos emanados. 
 
Consejo:  Es  un  organismo  que  esta  constituido  por  un  Presidente  y  por  las 
representaciones de  18 organismos, que duran  en  su  cargo  tres  años y  cuyas 
funciones principales  son  las de  vigilar  que  el  trabajo  que  se  lleva  a  cabo  se 
realice dentro de  las disposiciones que se encuentran en  los Estatutos y en  las 
Reglas de Procedimiento de  la Organización. Con  el propósito de  realizar  en 
forma eficaz sus funciones, el Consejo ha creado los siguientes órganos: 
           
Junta  Directiva:  Ayuda  al  Consejo  a  estudiar  asuntos  de  administración  y 
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CASCO(Comité  para  el Aseguramiento  de  la Conformidad):  Estudia medios 
para  el  aseguramiento  de  la  conformidad  de  producto,  procesos,  servicios  y 
sistemas de calidad con las normas apropiadas u otras especificaciones técnicas, 
prepara guías para pruebas, inspección y certificación de productos, procesos, y 
servicios  y  aseguramiento  de  sistemas  de  calidad,  laboratorios  de  ensayos, 
 
José Campo Buzón  33 
 organismos  de  inspección,  certificación  para  su  operación  y  aceptación. 




COPOLCO(Comité  para  Políticas  del Consumidor):  Estudia  los medios  para 
ayudar  al  consumidor  a  beneficiarse  con  la  Normalización  Nacional  e 
Internacional. 
 
DEVCO(Comité  de  Desarrollo):  Identifica  las  necesidades  y  analiza  las 




INFCO(Comité  de  Información):  Promueve  los  objetivos  establecidos  en  la 
Constitución  de  ISONET  (Red  de  Información  de  la  ISO),  ayuda  en  la 
armonización de  las actividades de  los  centros de  información  sobre normas, 
regulaciones  técnicas  y  asuntos  relacionados,  fomenta  el  uso  de  Normas 
Internacionales en el  trabajo de  los Centros  Individuales de  Información y del 
sistema  de  trabajo  en  conjunto,  estimula  el  intercambio  de  conocimientos  y 
experiencias entre  los centros y  fomenta el entrenamiento de personal para  la 
información  internacional.  Asesora  al  Consejo  en  lo  antes  mencionado  y  en 
otros asuntos  relacionados con  la  recopilación, almacenamiento,  recuperación, 
aplicación y difusión de información técnica y científica sobre normalización. 
          
REMCO: (Comité  sobre  Materiales  de  Referencia)  Establece  definiciones, 
categorías, niveles y clasificación de materiales de referencia que emplea la ISO, 
formula  el  criterio  que  deberá  aplicarse  para  la  selección  de  fuentes  que  se 
mencionan en los documentos de la ISO, propone, hasta donde sea posible, las 
medidas a  tomarse  sobre materiales de  referencia,  requeridos por  los  trabajos 
técnicos de la ISO y atiende asuntos de su competencia que surjan con relación 
a  otras  organizaciones  internacionales  y  asesora  al Consejo  sobre medidas  a 
tomarse. 
           
STACO(Comité  Permanente  para  el  Estudio  de  los  Principios  de  la 
Normalización):Elabora e  informa  sobre  los métodos para  la  identificación de 
necesidades de  normalización  y para  la  selección de  prioridades,  incluyendo 
métodos para medir los efectos de la normalización. Elabora la clasificación de 
los diferentes tipos de normas, las definiciones básicas para la normalización y 
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 COMITES TECNICOS DE LA ISO: El trabajo técnico de la ISO se lleva a cabo 






que actualmente existe un  listado de 218 comités  técnicos de  los cuáles 186 se 





del  trabajo  técnico  se  lleva  a  cabo  a  través  de  correspondencia.  Solamente 
cuando es completamente justificable se convoca a reunión internacional. Cada 
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 3.3 ETAPAS DE UN ESTANDAR 
 
Debemos  tener  en  cuenta  que  Los  estándares  antes  de  comenzar  a  ser 
aplicados pasan por una  serie de etapas que verifican que van a estipular  las 
guías correctas para todos aquellos trabajos que deban ceñirse a ellos. Las fases 
que  se  pueden  considerar  son  las  siguientes:  1) Necesidades  (se  realiza  un 
estudio  de  viabilidad  técnico‐económica  y  se  analizan  las  necesidades)  2) 
Planificación  colectiva  (se  realiza  un  programa  de  trabajo)  3)  Borrador  (un 
comité técnico coordina a expertos que lo elaboran)  4) Aprobación final (todos 
los miembros  que  han  formado  parte  del  equipo  de  trabajo  han  de  estar  de 
acuerdo en  la  forma  final del estándar) 5) Comprobación  (debe ser de  interés 







El  contenido  de  los  estándares  puede  variar  según  sus  características, 
objeto y medio al que vaya dirigido, sin embargo siempre se cumplen una serie 







los  aspectos  técnicos,  económicos  y  sociales  de  la  actividad  humana. 
Asimismo  engloban  todas  las disciplinas básicas de  la  sociedad  (lenguaje, 
matemáticas, física, ingeniería, etc.)  
? Son  coherentes  y  consistentes:  Esto  se  consigue  gracias  a  que  son 
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 ? Surgen como resultado de la participación: Son aprobados por consenso de 
todas  las  partes  involucradas:  productores,  usuarios,  laboratorios, 
autoridades públicas, consumidores, etc.  
?  El proceso de desarrollo es activo: Se trata de crear estándares basados en 
al  experiencia  previa  llegando  a  un  compromiso  entre  la  tecnología  más 
avanzada y las limitaciones económicas.  
?  Están  actualizados:  Son  revisados  periódicamente  para  llevar  un  avance 
paralelo al de la tecnología y progreso social.  
?  Reconocidos  nacional  e  internacionalmente:  Los  estándares  son 
documentos reconocidos regional, nacional o internacionalmente.  
?  Accesibles  a  todo  el  mundo:  Son  de  libre  consulta  y  compra  sin 
restricciones.  
?  Uso voluntario: A pesar de que en algunos casos es obligatorio, en general 
no es obligatorio su uso.  
Dependiendo del   ámbito de aplicación al que estén destinados, en función de 



























En  los  últimos  años  se  ha  notado  una  preocupación  creciente  por  las 
organizaciones  reguladoras  respecto  a  elaborar  estándares  relativos  al uso de 
técnicas biométricas en el ambiente informático. Esta preocupación es reflejo del 
creciente  interés  industrial  por  este  ámbito  tecnológico,  y  a  los  múltiples 
beneficios que su uso aporta. No obstante ello, aún la estandarización continua 
siendo  deficiente  y  como  resultado  de  ello,  los  proveedores  de  soluciones 
biométricas  continúan  suministrando  interfaces de  software propietarios para 
sus  productos,  lo  que  dificulta  a  las  empresas  el  cambio  de  producto  o 
vendedor. 





2. Un  formato  común  de  archivo  que  proporciona  independencia  de  la 












A  nivel mundial  el  principal  organismo  que  coordina  las  actividades  de 
estandarización  biométrica  es  el  Sub‐Comité  37  (SC37)  del  Joint  Technical 
Committee  on  Information  Technology  (ISO/IEC  JTC1),  del  International 
Organization  for  Standardization  (ISO)  y  el  International  Electrotechnical 
Commission (IEC). 
En Estados Unidos desempeñan un papel similar el Comité Técnico M1 del 







Existen  además  otros  organismos  no  gubernamentales  impulsando 
iniciativas  en  materias  biométricas  tales  como:  Biometrics  Consortium, 
International Biometrics Groups y BioAPI. Este último se estableció en Estados 
Unidos  en  1998  compuesto  por  las  empresas  Bioscrypt,  Compaq,  Iridiam, 
Infineon, NIST, Saflink y Unisis. El Consorcio BioAPI desarrolló conjuntamente 
con otros  consorcios y  asociaciones, un  estándar que promoviera  la  conexión 
entre  los  dispositivos  biométricos  y  los  diferentes  tipos  de  programas  de 
aplicación, además de promover el crecimiento de los mercados biométricos. 
Los estándares más importantes son: Estándar ANSI X.9.84 creado en 2001, 
por  la  ANSI  (American  National  Standards  Institute)  y  actualizado  en  2003, 
define las condiciones de los sistemas biométricos para la industria de servicios 
financieros haciendo  referencia  a  la  transmisión y  almacenamiento  seguro de 
información biométrica, y a la seguridad del hardware asociado. 
Estándar ANSI  /  INCITS  358  Estándar  creado  en  2002  por  ANSI  y  BioApi 
Consortium,  que  presenta  una  interfaz  de  programación  de  aplicación  que 
garantiza  que  los  productos  y  sistemas  que  cumplen  este  estándar  son 
interoperables entre sí. 
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 Estándar NISTIR  6529  También  conocido  como  CBEFF  (Common  Biometric 
Exchange  File Format)  es un  estándar  creado  en  1999 por NIST y Biometrics 


































El  consorcio  BioAPI  fue  fundado  para  desarrollar  un  interfaz  de 
programación  de  aplicaciones  biométricas  (API)  que  aporta  la  plataforma    y 
dispositivos independientes para programadores de aplicaciones y proveedores 











tienen  un  interés  común  en  promover  el  crecimiento  del  mercado  de  la 





de  interfaces de  aplicación  (API)  que permita  a  las  aplicaciones  comunicarse 
con  cualquier  tipo de  tecnologías biométricas. La norma  internacional BioAPI 




La  principal  diferencia  de  ambas  versiones  es  el  modelo  de 
componentes.,  en BioAPI  2.0  existen  tres  elementos principales:  la  aplicación, 
los BSPs y el Framework situado entre ellos, esta estructura es igual en BioAPI 
1.1, sin embargo, mientras que en  la versión 2.0 existe una capa adicional por 
“debajo”  de  los  BSPs,  que  son  los  BFP´s  (que  pueden  realizar  parte  de  la 
funcionalidad de  los BSP,  realizando así una división del  trabajo entre ambos 
componentes) en la versión 1.1 esta división no se da.  
 
Por  lo  tanto, se puede decir que  las grandes diferencias con BioAPI 1.1 






La  primera  vez  que  el  Consorcio  BioAPI  anunció  su  formación  y  el 
intento de desarrollar un estándar biométrico fue en Abril de 1998. Al final de 















el  consorcio  aumento  sus  esfuerzos  para  definir  la  arquitectura  del  API 
biométrico,  así  como  consolidar  su  estructura  interna  y  aumentar  sus 
operaciones. Estos  esfuerzos  empezaron  a mediados de  1999 dado  lugar  a  la 
versión  1.0  de  la  especificación  en  Marzo  del  2000,  mientras  que  la 
implementación de referencia vio la luz en Septiembre del mismo año.  
 
La  versión  1.1,  tanto  la  especificación  como  la  implementación  de 














comunicarse  con  el  BSP). Aunque  como  veremos mas  adelante  la  aplicación 
desarrollada en este proyecto sustituirá al Framework en  la comunicación con 
los BSPs, para  la elaboración de  la misma   es   de gran utilidad. El Framework 
 









BioAPI  2.0  Framework:  Se  proporciona  el  archivo  (.exe)  que  instala  el 
Framework en el sistema.  
Plantilla para BSP: Implementación, en Visual C++  .NET de  la plantilla básica 












La  arquitectura  de  BioAPI,  tal  y  como  se  ha  venido  introduciendo, 
incorpora un modelo API/SPI (que definen las interfaces disponibles) tal y como 












El API especifica  la  interfaz entre el BioAPI Framework y  la aplicación 
biométrica. La  aplicación  es  la que  invoca  a  las  funciones  especificadas  en  el 
API, dichas funciones son soportadas por el Framework el cual se encargará de 
realizar  las  llamadas  oportunas  al BSP.   El  SPI, por  su parte, proporciona  la 
interfaz entre el Framework de BioAPI y  los distintos BSPs. En este caso es el 
Framework  el  encargado  de  invocar  a  las  funciones  descritas  en  la 
especificación del SPI.  
 


























evaluar  si  los  BSP  cumplen  con  la  norma,  por  ello  vamos  a  explicar  más 
detalladamente qué son y cómo funcionan los BSP. Los BSP (Biometric Service 
Provider)  encapsulan  el  hardware  o  software  que  implementen  los  BioAPI 
Units  (abstracción  de  un  dispositivo  biométrico)  para  posteriormente 
presentarlas a la aplicación que las requiera.  
 






• Archive unit: Representan un  camino  a una  base de datos  almacenada  en 
algún medio,  bien  sean  tarjetas,  bases de datos  relacionales,  o  cualquier  otro 
medio de almacenamiento.  























La  responsabilidad de estos elementos es equivalente a  la de  los BioAPI 




Un BSP que  soporte múltiples BioAPI Units  (directamente o a  través de 
BFPs), ha de soportar la interfaz SPI que permite a la aplicación seleccionar un 
determinado  BioAPI  Unit  (uno  de  cada  categoría)  para  una  sesión.  Si  la 
aplicación no indica el BioAPI Unit que quiere alcanzar será el BSP el encargado 
de  seleccionar  el que  considere más  apropiado.    Si  en  la  implementación del 






aplicación  tanto  enviar  como  recibir  información  de  control  y  estado 
respectivamente  a  (o desde) un BioAPI Unit haciendo uso de  estas  interfaces 











Uno  de  los  componentes mas  importantes  de  BioAPI  es  el Registro  del 





A  pesar  de  la  teoría,  en  un  ordenador  real  pueden  coexistir  múltiples 
registros  compartidos por un mismo  código de BioAPI Framework  o  incluso 
por distintas versiones de éste. Sin embargo uno de los requisitos de BioAPI es 
que  no  debería  haber  interferencias  entre  diferentes  sistemas  biométricos 






3.  Información detallada  sobre  los BFPs  instalados.  Esta  información 
puede  ser  también  obtenida  por  los  BSP  mediante  el  uso  de 
funciones Callback [Funciones Callback. Anexo capítulo 9].  
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La  información  anterior  es  relativa  al  Framework,  sin  embargo  una 
aplicación también puede obtener información de un BSP específico mediante el 
uso  de  funciones  que  son  pasadas  a  través  del  SPI.  Esta  información  puede 
contener:  
1.  Detalles  de  todos  los  BFPs  que  son  soportados  por  el  BSP 
seleccionado.  
2. Detalles  de  todas  los  BioAPI Units  que  se  encuentran  en  “estado 
insertado” y  son accesibles a  través del BSP  (o el  correspondiente 
BFP). 
  







a.  Información de  todos  los BFPs que son soportados por cada 
BSP.  
b.  Detalles  de  todos  los  BioAPI  Units  que  están  en  “estado 















no  en  uso)  de  la  instalación  o  desinstalación  de  nuevas  BFPs.  Para  tener 
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 actualizado  este  dato,  los  BSP  han  de  recurrir  a  una  función  callback 
(BioSPI_BFP_ENUMERATION_HANDLER).  La  desinstalación  de  BFPs 
provoca  que  los  BioAPI  Units  (hardware  y  software)  asociados  a  ella  se 
desinstalen del sistema, por eso el control de esta parte lo tiene que manejar la 




































o  IEC  participan  en  el  desarrollo  de  Normas  Internacionales  por  comités 
técnicos establecidos por la organización respectiva para tratar con los campos 
particulares de actividad técnica. La ISO y comités IEC técnicos colaboran en los 
campos  de  interés  mutuo.  Otras  organizaciones  internacionales, 
gubernamentales y no gubernamentales, en el enlace con la ISO e IEC, también 








La  tarea principal del  comité  conjunto  técnico es  la de preparar Normas 
Internacionales.  Estas  normas  son  el  resultado  de  adecuar  el  tema  que 
corresponda  a    las  reglas  dadas  en  las  Directivas  ISO/IEC.  Las  Normas 
Internacionales  adoptadas  por  el  comité  conjunto  técnico  son  difundidas  a 
cuerpos  nacionales  para  la  votación.  La  publicación  como  un  Estándar 
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 Para nuestro proyecto hemos necesitado recurrir a la primera y segunda 
parte.  La  Parte  1  define  una  metodología    de  prueba  de  conformidad.  Esto 





Para  diseñar  un  modelo  de  pruebas    son  necesarias  una  serie  de 
directrices informativas y por ello también son incluidas en la primera parte de 
la  ISO/IEC  24709.  Estas  directrices  identifican  los  tipos  de  actividades, 
responsabilidades, servicios, y la documentación recomendada para conducir la 




lengua  de  validación.  Estas  declaraciones  permiten  a  un  usuario  probar  la 
conformidad a ISO/IEC 19784‐1 (BioAPI 2.0) de cualquier proveedor de servicio 
biométrico  (BSP)  que  busque  una  implementación  acorde  con  el  estándar 
internacional. Básicamente son los pasos que el código desarrollado debe seguir 
para poder probar la conformidad en cada una de las funciones del BSP que el 









El  lenguaje  de  validación  de  evaluaciones  es  una  parte  integral  de  la 
metodología  de  Tests  de  conformidad.  Las  puestas  en  práctica  de  la 
conformidad  BioAPI  tienen  la  necesidad  de  usar  todas  las  declaraciones 






























Antes  que  nada  deberíamos  conocer  ciertos  elementos  clave  para  la 




El  interfaz de proveedor de  servicios  (SPI) es el  interfaz de programa que un 
BSP  presentará  para  trabajar  con  el  Framework  BioAPI.  En  general,  el  SPI 
consiste en un mapeo (exacto) de la llamada que una aplicación biométrica hace 
al  Framework  para  añadir  una  sesión,  es  decir  para  comenzar  una  nueva 
operación  con  un  dato  biométrico.  Las  convenciones  siguientes  han  sido 
adoptadas: 
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• Cuando  los  parámetros  difieran  se  dará  una  explicación  completa 
referida al SPI. 
 






Hay  que  tener  en  cuenta  que  nuestra  aplicación  será  vista  por  el  BSP 
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 (quien  utilizaria  al  Framework  de  intermediario)  excepto  en  casos  puntuales 
que se explicará mas adelante. 
 






























Es  el  proveedor  de  servicios  biométricos  que  será  puesto  bajo  la 
supervisión de la aplicación para pasar las pruebas de conformidad. En nuestro 
















Los  BSPs  aceptarán  todos  los  parámetros  de  entrada  válidos  y 
devolverán  salidas  válidas.  Así  mismo  aquellos  atributos  o  capacidades 
consideradas opcionales como la devoluciones opcionales de valores  no deben 
ser  probados  respecto  de  la    conformidad,  pero  en  caso  de  ser  puestos  en 
práctica  se hará  conforme a  las exigencias de especificación. En el proceso de 
instalación  de  los  BSP´s  se  realizará  la  recopilación  de  todas  las  entradas  de 
registro  de  componentes  requeridas.  Los  BSPs  poseerán  un  UUID  válido  y 
único que es asociado con un producto específico BSP y su versión. 
 
La  tabla de  la Figura 5.2  es un  resumen de  exigencias de  conformidad 
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NOTA:  (esta  excepción  hace  referencia  los  parámetros  específicos  de  las  funciones: 
BioSPI_CreateTemplate y BioSPI_Process  que deben tomar los valores indicados) 
 
BioSPI_CreateTemplate   debe  también  aceptar un CapturedBIR  con un   Purpose 
value  of  BioAPI_PURPOSE_ENROLL_FOR_IDENTIFICATION_ONLY  y 
BioSPI_Process  debe  aceptar  un  CapturedBIR  con  un  Purpose  value  de 
























Conformity  Statement  (BCS).  Como  mínimo  la  BCS  debe  contener  una  lista 




un  caso  de  prueba  sobre  una  IUT  debería  ser  el  mismo  siempre  que  sea 
realizado.  Mientras  no  sea  posible  ejecutar  una  suite  de  prueba  completa  y 
observar que los resultados de prueba son idénticos a aquellos obtenidos en las 
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 • Elementos  optativos:  pueden  ser  seleccionados  para  adaptar  la 
implementación y solo se Testan si se seleccionan 
 
En  el  proyecto  que  nos  ocupa  la  tarea  principal  es  la  de  probar  la 





1. La “Herramienta de conformidad”  (CTS),  incluyendo  la documentación 
de la suite de prueba, describiendo categorías de prueba, objetivos para 
cada  prueba  individual,  instrucciones  sobre  como  ejecutar  la  suite  de 
prueba, y  los resultados esperados de ejecutar  las pruebas  individuales. 
El  CTS  será  capaz  de  ejecutar  los  casos  de  prueba,  capturando  los 
resultados devueltos, evaluándolos  y relatándolos. 
 




3. El Procedimiento de Conformidad que  identificará y definirá  todas  las 
actividades necesarias para  la preparación de Pruebas de Conformidad, 
realizará las pruebas, y relatará los resultados. El procedimiento será  lo 
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para  el  modelo  de  Test  que  soporta  y  que  están  escritas  en  la  lengua  de 
validación. “ 
 
















llevar a  cabo  las acciones necesarias para  interactuar  con una  implementación 


























Esta  herramienta  consiste    en  un  conjunto  de  pruebas,  denominados 
“casos”. Una  serie de datos  asociados  a dichas pruebas y  los procedimientos 
para  realizarlas.  Estas  pruebas  serán  validadas  según  la  especificación  del 
estandar BioAPI.  
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 El procedimiento de prueba describe como  la ejecución de  la CTS debe 
ser llevada a cabo y las directrices para el probador. Además, el procedimiento 
debería  ser  suficientemente  detallado  de modo  que  la  validación  de  un  caso 
dado en una IUT pueda ser repetida sin el cambio de resultados de prueba.  
La  CTS  no  puede  requerir  los  parámetros  que  son  opcionales  en  un 
estándar,  pero  esta  podría  incluir  pruebas  para  aquellos.  La  CTS  tiene  una 
estructura jerárquica, en la cual un nivel importante es el caso de prueba. Cada 
caso  de  prueba  normalmente  tiene  un  solo  objetivo  de  prueba,  como  la  de 
verificación de   que el  IUT  tiene una  cierta  capacidad  requerida o expone un 
cierto comportamiento requerido. Cada caso de prueba consiste en lo siguiente: 
a)  Una  descripción  del  objetivo  de  la  prueba  (p.  ej.,  ¿que  está  siendo 





Cada  caso  de  prueba  proporciona  el  objetivo,  resultados  repetibles, 
inequívocos, y  exactos de prueba. Cada  caso de prueba,  cuando  es  ejecutado 
sobre el  IUT, generará una condición pasaré/fallaré. Asociado con cada grupo 
de prueba puede haber un objetivo de grupo de prueba. Los casos de prueba 
pueden  ser  también  fraccionados  en módulos usando  subdivisiones  llamadas 
pasos de prueba. En nuestro caso esta opción no se ha tomado.  
El  resultado del Test  es  la  serie de  los  acontecimientos que  ocurrieron 
durante  la ejecución de un caso de prueba. Esto  incluye  toda  la entrada   y  la 
salida del IUT en el punto de control y observación. 
Un resultado previsto de Test es el que ha sido definido por el caso de 
prueba,  p.  ej.,  los  eventos  que  ocurrieron  durante  la  ejecución  del  caso  de 




Fallido:  quiere  decir  que  el  resultado  observado    demuestra 
inconformismo  en  lo  que  concierne  a  al  menos  una  de  las  exigencias  de 
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Una  vez  presentada  la  parte  fundamental  del  sistema,  el  “BSP  Testing 
aplication”, vamos a detallar los pasos para crearla y explicar la manera en que la 
norma rige el proceso. En este sexto capítulo se abordarán los criterios de diseño e 










la  comunicación  entre Aplicación y BSP  sin utilizar  el Framework. Esto  es  la 
mayor  singularidad de  este proyecto, pues  el Framework  es  el  encargado de 



















Las  posibilidades  que  ofrece  la  programación  orientada  a  objetos  con 
Borland C++ nos permiten desarrollar esta  sencilla  función. Si existe una  ruta 
(bsppath)  seleccionada por el usuario,    se  llama a  la  función  insertarBSP y  se 
realiza la carga en el sistema como vemos a continuación: 




//Si falla la carga de la libreria mostramos un mensaje y devolvemos false. 
   






// obtenemos las funciones exportadas para la lectura/liberación del esquema del BSP 
 
BioSPIRI_BSPGetSchema_PTR pGetSchema = (BioSPIRI_BSPGetSchema_PTR) 
GetProcAddress(lib, "BioSPIRI_BSPGetSchema"); 
 
BioSPI_Free_PTR pFree = (BioSPI_Free_PTR) GetProcAddress(lib, "BioSPI_Free"); 
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// leemos el esquema 
 
  BioAPI_BSP_SCHEMA 





  if (BioAPI_OK != 
pGetSchema(&bspSchema)) 
  { 
  
 MessageBox(NULL, "Error 
en BioSPIRI_BSPGetSchema. Fallo de registro", "ERROR", MB_OK); 
   FreeLibrary(lib); 
   return false; 
  } 
 
// establecemos el path (se convierte de Windows LPSTR a BioAPI UTF8) 
   
int MaxBytes=maxPath; 
wchar_t * Dest; 
wchar_t * DestWchar; 
char * DestUtf8 = (char*)malloc(MaxBytes*sizeof(char)); 
int wide_char =  sizeof(Dest)*MaxBytes+1; 
Dest = (wchar_t*)malloc(maxPath*sizeof(wchar_t)+1); 
AnsiString Source = AnsiString(path); 
DestWchar=StringToWideChar (Source, Dest, wide_char); 
UnicodeToUtf8(DestUtf8, DestWchar, wide_char*sizeof(char)); 
bspSchema.Path=DestUtf8; 
BioAPI_RETURN valorDevuelto; 
    
// registrar el BSP 
 
if (BioAPI_OK !=BioAPI_Util_InstallBSP(BioAPI_INSTALL_ACTION_INSTALL, &Error, 
&bspSchema)) 
 
//BioAPI_Util_InstallBSP(BioAPI_INSTALL_ACTION_INSTALL, &Error, &bspSchema); 
 
//if(BioAPI_OK != valorDevuelto) 
 
{ 




// liberar los miembros del esquema 
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  if (pFree) 






// descargar BSP DLL 
  FreeLibrary(lib); 
  //liberar memoria 
  free(DestUtf8); 
  free(Dest); 
 
//Si la carga ha tenido exito devolvemos true. 














BioSPIRI_BSPGetSchema_PTR pGetSchema = (BioSPIRI_BSPGetSchema_PTR) 
GetProcAddress(lib, "BioSPIRI_BSPGetSchema"); 
 
BioSPI_Free_PTR pFree = (BioSPI_Free_PTR) GetProcAddress(lib, "BioSPI_Free"); 
 
 
Es  decir  para  poder  utilizar  en  nuestro  código  la  función 
BioSPIRI_BSPGetSchema. r d s.   Nos  se vimos básicamente de  os cosa  La función 
GetProcAddress que importará a nuestro sistema la función como una librería. 
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 Esto  implica  que  para  cada  función  que  queramos  utilizar  en  nuestro 




que  se  observa  en  la  figura  6.3.  La  función  BioAPI_Util_InstallBSP  es  la  que 









El método de  comunicación  que  se ha  comentado  en  la  función  cargar 
BSP  no  ha  resultado  del  todo  satisfactorio  ya  que  no  se  ha  conseguido  que 
funcione correctamente con La  función BioSPI_BSPLoad. En este caso puntual 
parece  ser que  es necesario un mayor  control ya que  el Load  es  el que  inicia 
todo  el  proceso  en  la  comunicación  con  un  BSP  y    el  Framework  realiza  un 
mayor trabajo en él sin que esté exactamente estudiado todavía, al menos con la 
documentación  de  que  disponemos  a  estas  alturas.  Esto  ha  provocado  que 
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La  primera  prueba  que  se  realiza: //8.3 Assertion 1a - 
BioSPI_BSPLoad_InvalidUUID// donde se introduce un UUID del BSP invalido 
como  es:  const BioAPI_UUID *BSPUuid= {00000000-0000-0000-0000-
000000000000}; y que debido a que el UUID no es correcto probablemente no 
inicie  los procesos que generan  el error. A  continuación  se muestra el  código 






 bool ret = false; 
 BioAPI_RETURN rc; 
 int fugamem;        
//Variable auxiliar para evitar posibles fugas de memoria. 
 
 // Inicializamos el 
Framework de bioAPI y contrastamos que la version es la 
 // misma que la instalada 
en el sistema. 
 rc = 
BioAPI_Init(BIOAPI_REQUIRED_VERSION); 
 if (rc != BioAPI_OK) 
  ret = false; 
 
 //Obtenemos la 
informacion de los BSP instalados en el sistema. En m_pBSPs tendremos un 
 // puntero a un array con 
los esquemas de los BSP instalados, y en m_nBSPsInstalled 
 // el numero de BSP 
instalados. 
 rc = 
BioAPI_EnumBSPs(&m_pBSPs,&m_nBSPsInstalled); 
 if (rc != BioAPI_OK) 
    ret  =false; 
 
 ret =true; //todo ha ido OK 




typedef struct SensorDetectionContext { 





BioAPI_RETURN BioAPI SensorDetectionEventHandler( 
 const BioAPI_UUID *BSPUuid, 
 BioAPI_UNIT_ID UnitID, 
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 void* AppNotifyCallbackCtx, 
 const BioAPI_UNIT_SCHEMA *UnitSchema, 
 BioAPI_EVENT EventType); 
 
BioAPI_RETURN BioAPI SensorDetectionEventHandler( 
 
 const BioAPI_UUID *BSPUuid, 
 BioAPI_UNIT_ID UnitID, 
 void* AppNotifyCallbackCtx, 
 const BioAPI_UNIT_SCHEMA *UnitSchema, 
 BioAPI_EVENT EventType) { 
 SensorDetectionContext *context = (SensorDetectionContext *) AppNotifyCallbackCtx; 
 
 if (EventType == 
BioAPI_NOTIFY_INSERT && 
  UnitSchema != NULL 
&& 
  UnitSchema-
>UnitCategory ==BioAPI_CATEGORY_SENSOR && 
  context->foundSensor) 
{ 
  /* uses the first sensor 
found */ 
    context-
>unitID = UnitID; 
    context-
>foundSensor = BioAPI_TRUE; 
   } 












 context.unitID = 0; 
 context.foundSensor = 
BioAPI_FALSE; 
 
 m_EventHandler = 
SensorDetectionEventHandler; 
 
 bioReturn = 
BioAPI_BSPLoad(uuid, NULL, &context); 
 
 
 if(BioAPI_OK != 
bioReturn) 
 { 
  return 1; 
 } 
 
 return 0;} 
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 Es  importante reseñar que  las funciones básicas para que el Framework 
lleve  el  control  de  las  llamadas  a  la  función  BioSPI_BSPLoad  son 
BioAPI_RETURN  BioAPI_Init(BioAPI_VERSION  Version)  y 
BioAPI_RETURN BioAPI BioAPI_Terminate  (void). La primera    inicializa  el 
Framework  y  verifica  que  la  versión  de  BioAPI  que  solicita  la  aplicación  es 
compatible con  la que esta  instalada en el sistema. La segunda  finaliza el uso 
del Framework por parte de la aplicación. De esta manera el Framework borra 
todos los estados y recursos internos asociados con dicha aplicación. 
Como  BioAPI_Terminate()  no  es  llamada  dentro  del  Bio_Load  ni  de 
InicializarBioAPI esta  llamada  se  realiza en  cada uno de  los  casos de prueba, 





Dado  que  nuestra  subclase  de  BSP  pertenece  al  modelo  nº  4.  BioAPI 
Conformant Verification Engines. Según la norma estipula deben ser sometidas 
a  pruebas  de  conformidad  las  siguientes  funciones  numeradas  en  paquetes 





1a BioSPI_BSPLoad_InvalidUUID  020e90c8-0c19-1085-ab54-0002a5d5fd2e 
 
1a = numero de aserción 
BioSPI_BSPLoad_InvalidUUID = nombre de la aserción  
020e90c8-0c19-1085-ab54-0002a5d5fd2e = package 
 
1a BioSPI_BSPLoad_InvalidUUID  020e90c8-0c19-1085-ab54-0002a5d5fd2e 
1b BioSPI_BSPLoad_ValidParam  01f6c6f0-0c19-1085-97fe-0002a5d5fd2e 
 
2a BioSPI_BSPUnload_ValidParam  01661010-0c22-1085-8688-0002a5d5fd2e 
2b BioSPI_BSPUnload_InvalidUUID  01c2e5b0-0c3b-1085-b31d-0002a5d5fd2e 
2c BioSPI_BSPUnload_UnmatchedLoad  02f6c618-0c23-1085-ba89-0002a5d5fd2e 
2d BioSPI_BSPUnload_Confirm  03daf040-0c3b-1085-a9fd-0002a5d5fd2e 
 
3a BioSPI_BSPAttach_ValidParam  00ae6488-0c3d-1085-9912-0002a5d5fd2e 
3b BioSPI_BSPAttach_InvalidUUID  049cc170-0c5f-1085-981f-0002a5d5fd2e 
3c BioSPI_BSPAttach_InvalidVersion  0052ac10-0c60-1085-9883-0002a5d5fd2e 
3d BioSPI_BSPAttach_InvalidBSPHandle  03826830-0c57-1085-bfb0-0002a5d5fd2e 
 
4a BioSPI_BSPDetach_ValidParam  00e0d2b0-0c7a-1085-b8ac-0002a5d5fd2e 
4b BioSPI_BSPDetach_InvalidBSPHandle  0434c458-0c79-1085-9f2c-0002a5d5fd2e 
4c BioSPI_BSPDetach_Confirm  002e7e58-0c78-1085-9e1d-0002a5d5fd2e 
 
5a BioSPI_FreeBIRHandle_ValidParam  0280a7d0-0c80-1085-a9a0-0002a5d5fd2e 
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5b BioSPI_FreeBIRHandle_InvalidBSPHandle  047aed48-0c80-1085-898b-0002a5d5fd2e 
5c BioSPI_FreeBIRHandle_InvalidBIRHandle  018e6c18-0c9c-1085-afdf-0002a5d5fd2e 
 
6a BioSPI_GetBIRFromHandle_ValidParam  0460b658-0cb4-1085-a304-0002a5d5fd2e 
6b BioSPI_GetBIRFromHandle_InvalidBSPHandle  02445668-0cc5-1085-a3ac-0002a5d5fd2e 
6c BioSPI_GetBIRFromHandle_InvalidBIRHandle  0194a9c0-0cc7-1085-8780-0002a5d5fd2e 
7a BioSPI_GetHeaderFromHandle_ValidParam  027a7db0-0cc7-1085-9391-0002a5d5fd2e 
7b BioSPI_GetHeaderFromHandle_InvalidBSPHandle  057e0d38-0ccd-1085-83b8-
0002a5d5fd2e 
7c BioSPI_GetHeaderFromHandle_InvalidBIRHandle  02195e68-0cce-1085-a46f-
0002a5d5fd2e 
7d BioSPI_GetHeaderFromHandle_BIRHandleNotFreed  01cc0988-0ccf-1085-a367-
0002a5d5fd2e 
8a BioSPI_EnableEvents_ValidParam  0333f628-0ccf-1085-aceb-0002a5d5fd2e 
8b BioSPI_EnableEvents_InvalidBSPHandle  04ed0838-0ccf-1085-b64e-0002a5d5fd2e 
 
10a BioSPI_CreateTemplate_PayloadSupported  04a01118-0cf9-1085-96d4-0002a5d5fd2e 
10b BioSPI_CreateTemplate_BIRHeaderQuality  00b5c728-0cfb-1085-8969-0002a5d5fd2e 
10c BioSPI_CreateTemplate_OutputBIRDataType  0193c730-0cf9-1085-b0a3-0002a5d5fd2e 
10d BioSPI_CreateTemplate_OutputBIRPurpose  03dbdaa0-0cf2-1085-99ed-0002a5d5fd2e 
10e BioSPI_CreateTemplate_InputBIRDataType6d543ea0-2ce9-11d9-9669-0800200c9a66 
10f BioSPI_CreateTemplate_Inconsistent_Purpose 28ec1620-e995-11d9-b1d1-0002a5d5c51b 
 
11a BioSPI_Process_ValidParam  4ec34700-e9a0-11d9-8fc8-0002a5d5c51b 
11b BioSPI_Process_BIRHeaderQuality  211668e0-e9a6-11d9-bcc8-0002a5d5c51b 
11c BioSPI_Process_OutputBIRPurpose  e1bb4f20-ed61-11d9-9344-0002a5d5c51b 
11d BioSPI_Process_BuildsProcessedBIR  fce6540-ed66-11d9-9618-0002a5d5c51b 
11e BioSPI_Process_InputBIRDataType  3cf96080-ed6b-11d9-9acf-0002a5d5c51b 
 
12a BioSPI_VerifyMatch_ValidParam  688aad60-ee30-11d9-a62c-0002a5d5c51b 
12b BioSPI_VerifyMatch_Payload  692ebe20-ee47-11d9-bd34-0002a5d5c51b 
12c BioSPI_VerifyMatch_Inconsistent_Purpose  9108ec70-2e9b-11d9-9669-0800200c9a66 
 
 
Estas  aserciones  de  prueba  están  incluidas  en  documentos  XML 
recogidos en  la carpeta aserciones que se  incluye  junto con  la aplicación, y se 






















importan  las  funciones  y  se  declaran  los  elementos  necesarios  para  cada 
aserción. Las  funciones  no  es  necesario  importarlas más  que una  vez, por  lo 
tanto aparecen la primera vez que la función en cuestión vaya a ser utilizada y 
posteriormente  tan  solo  habrá  que  llamarlas  a  través  del  puntero.  Están 
señaladas en negrita, así como  los elementos que han sido necesarios declarar 
para  cada  función. Una parte  importante  es  la de  rellenar el BIR que ha  sido 
necesario  para  poder  hacer  llamadas  a  ciertas  funciones.  El  código  esta 
separado por el número de aserción en que aparece. 
 
//DECLARACIONES NECESARIAS PARA TODAS// 





BioSPI_BSPLoad_PTR pLoad = (BioSPI_BSPLoad_PTR)GetProcAddress(lib, 
"BioSPI_BSPLoad"); 
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BioSPI_Enroll_PTR pEnroll = (BioSPI_Enroll_PTR) GetProcAddress(lib, 
"BioSPI_Enroll"); 
 
IN BioAPI_BIR_PURPOSE Purpose=(BioAPI_BIR_PURPOSE) 
(BioAPI_PURPOSE_ENROLL_FOR_VERIFICATION_ONLY); 
IN BioAPI_BIR_SUBTYPE Subtype={0}; 
IN const BioAPI_BIR_BIOMETRIC_DATA_FORMAT *OutputFormat= 
(BioAPI_BIR_BIOMETRIC_DATA_FORMAT*)malloc(sizeof(BioAPI_BIR_BIOME
TRIC_DATA_FORMAT)); 
IN OPTIONAL const BioAPI_INPUT_BIR *ReferenceTemplate= 
(BioAPI_INPUT_BIR *)malloc(sizeof(BioAPI_INPUT_BIR)); 
OUT BioAPI_BIR_HANDLE * NewTemplate=(BioAPI_BIR_HANDLE*) 
malloc(sizeof(BioAPI_BIR_HANDLE)); 
IN OPTIONAL BioAPI_DATA *Payload=(BioAPI_DATA*) 
malloc(sizeof(BioAPI_DATA)); 
IN int32_t Timeout={15000}; 
OUT OPTIONAL BioAPI_BIR_HANDLE * AuditData= 
(BioAPI_BIR_HANDLE*) malloc(sizeof(BioAPI_BIR_HANDLE)); 





BioSPI_FreeBIRHandle_PTR pFreeBIRHandle = (BioSPI_FreeBIRHandle_PTR) 
GetProcAddress(lib, "BioSPI_FreeBIRHandle"); 
 
BioSPI_GetBIRFromHandle_PTR pGetBIR =(BioSPI_GetBIRFromHandle_PTR) 
GetProcAddress(lib,"BioSPI_GetBIRFromHandle"); 
    
BioAPI_BIR_HANDLE Handle=(BioAPI_BIR_HANDLE) 
malloc(sizeof(BioAPI_BIR_HANDLE)); 
OUT BioAPI_BIR *BIR= (BioAPI_BIR *)malloc(sizeof(BioAPI_BIR)); 
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// probamos por ejemplo con la mascara BioAPI_NOTIFY_INSERT_BIT  
IN BioAPI_EVENT_MASK Events={0x00000001}; 
BioAPI_UNIT_ID UnitID=(BioAPI_UNIT_ID)malloc(sizeof(BioAPI_UNIT_ID)); 












OUT BioAPI_BIR_HANDLE *CapturedBIR1=(BioAPI_BIR_HANDLE *) 
malloc(sizeof(BioAPI_BIR_HANDLE)); 







Importante rellenamos el BIR 
 
BioAPI_BIR *BIR_TEMPLATE = (BioAPI_BIR *)malloc(sizeof(BioAPI_BIR)); 
CapturedBIR->InputBIR.BIR = BIR_TEMPLATE; 
CapturedBIR->Form = 3; 
BioAPI_DTG dtg = {BioAPIRI_NO_DATE_AVAILABLE, 
BioAPIRI_NO_TIME_AVAILABLE}; 
BioAPI_BIR_BIOMETRIC_DATA_FORMAT g_Formats[] = 
{{SAMPLE_FORMAT_OWNER, SAMPLE_FORMAT_TYPE}}; 
 
BIR_TEMPLATE->BiometricData.Data = "prueba"; 
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 BIR_TEMPLATE->BiometricData.Length = 6; 
BIR_TEMPLATE->SecurityBlock.Data = "NULL"; 
BIR_TEMPLATE->SecurityBlock.Length = 4; 
BIR_TEMPLATE->Header.HeaderVersion = BIOAPI_REQUIRED_VERSION; 
BIR_TEMPLATE->Header.Type = BioAPI_BIR_DATA_TYPE_INTERMEDIATE; 
BIR_TEMPLATE->Header.Format = g_Formats[0]; 
BIR_TEMPLATE->Header.Quality = BioAPIRI_QUALITY_UNSUPPORTED; 
BIR_TEMPLATE->Header.Purpose = Purpose; 
BIR_TEMPLATE->Header.FactorsMask =BioAPI_TYPE_IRIS; 
BIR_TEMPLATE->Header.ProductID.ProductOwner = 3; 
BIR_TEMPLATE->Header.ProductID.ProductType = 1; 
BIR_TEMPLATE->Header.Subtype = BioAPI_NO_SUBTYPE_AVAILABLE; 

















OUT BioAPI_BIR_HEADER *HeaderA=(BioAPI_BIR_HEADER *) 
malloc(sizeof(BioAPI_BIR_HEADER)); 








OUT BioAPI_BIR_HANDLE *ProcessedBIR=(BioAPI_BIR_HANDLE *) 
malloc(sizeof(BioAPI_BIR_HANDLE)); 








IN BioAPI_FMR MaxFMRRequested=(BioAPI_FMR)malloc(sizeof(BioAPI_FMR)); 
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 OUT BioAPI_BOOL *Result=(BioAPI_BOOL *)malloc(sizeof(BioAPI_BOOL)); 
OUT BioAPI_FMR *FMRAchieved=(BioAPI_FMR *)malloc(sizeof(BioAPI_FMR)); 
IN const BioAPI_INPUT_BIR *ProcessedBIR12a=(BioAPI_INPUT_BIR *) 
malloc(sizeof(BioAPI_INPUT_BIR)); 





OUT BioAPI_BIR_HANDLE *ProcessedBIR12b=(BioAPI_BIR_HANDLE 
*)malloc(sizeof(BioAPI_BIR_HANDLE)); 




     
OUT BioAPI_BIR_HANDLE * NewTemplate2=(BioAPI_BIR_HANDLE 
*)malloc(sizeof(BioAPI_BIR_HANDLE)); 
OUT OPTIONAL BioAPI_UUID * TemplateUUID2=(BioAPI_UUID 
*)malloc(sizeof(BioAPI_UUID)); 
OUT OPTIONAL BioAPI_BIR_HANDLE * AuditData2=(BioAPI_BIR_HANDLE 
*)malloc(sizeof(BioAPI_BIR_HANDLE)); 












las pruebas o manual donde  elegiremos  cual de  ellas queremos  realizar. Una 
vez hecho  esto  los  resultados  serán  expuestos  en  el Test  report y  en  caso de 
querer  volver  a  realizar  un  Test  no  hay  más  que  volver  a  seleccionar  las 
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Resultado esperado: invalid UUID 
Resultado obtenido: FAILED 








Resultado esperado: BioAPI_OK. 
Resultado obtenido: PASSED 








Resultado esperado: BioAPI_OK. 
Resultado obtenido: PASSED 










Resultado esperado: BioAPIERR_INVALID_UUID 
Resultado obtenido: FAILED 
















Resultado esperado: invalid UUID 
Resultado obtenido: PASSED 








Resultado esperado: BioAPIERR_BSP_NOT_LOADED 
Resultado obtenido: PASSED 








Resultado esperado: BioAPI_OK 
Resultado obtenido: PASSED 








Resultado esperado: invalid UUID 
Resultado obtenido: FAILED 
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Resultado esperado: invalid UUID 
Resultado obtenido: PASSED 









Resultado esperado: BioAPIERR_INVALID_BSP_HANDLE 
Resultado obtenido: FAILED   







• 8.13 Assertion 4a - BioSPI_BSPDetach_ValidParam  
Descripción: esta aserción prueba si llamando a la función BioSPI_BSPDetach 
con un modulo handle válido devuelve BioAPI_OK. 
Resultado esperado: BioAPI_OK. 
Resultado obtenido: PASSED 








Resultado esperado: InvalidBSPHandle 
Resultado obtenido: PASSED 
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Resultado obtenido: PASSED 










Resultado obtenido: PASSED 









Resultado esperado: BioAPIERR_INVALID_BSP_HANDLE 
Resultado obtenido: PASSED  









Resultado esperado: BioAPIERR_INVALID_BIR_HANDLE 
Resultado obtenido: PASSED 

















Resultado esperado: BioAPI_OK. 
Resultado obtenido: FAILED     









Resultado esperado: BioAPI_INVALID_BSP_HANDLE 
Resultado obtenido: PASSED 








Resultado esperado: BioAPI_INVALID_BIR_HANDLE 
Resultado obtenido: PASSED 










Resultado esperado: BioAPI_OK. 
Resultado obtenido: FAILED 
















Resultado esperado: BioAPI_INVALID_BSP_HANDLE 
Resultado obtenido: PASSED  









Resultado esperado: BioAPI_INVALID_BIR_HANDLE  
Resultado obtenido: PASSED  








Resultado esperado: BioAPI_OK. 
Resultado obtenido: UNDECIDED 










Resultado esperado: BioAPI_OK. 
Resultado obtenido: PASSED 
















Resultado esperado: InvalidBSPHandle 
Resultado obtenido: PASSED 









Resultado esperado: BioAPI_OK 
Resultado obtenido: PASSED 








Resultado esperado: BioAPI_OK y quality entre 0 y 100 
Resultado obtenido: FAILED 










Resultado esperado: BioAPI_BIR_DATA_TYPE_PROCESSED   
Resultado obtenido: FAILED 
Descripción de resultado: no coincide con 
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Resultado esperado: igual Purpose 
Resultado obtenido: PASSED 









Resultado esperado: un error 
Resultado obtenido: UNDECIDED 










Resultado esperado: BioAPIERR_INCONSISTENT_PURPOSE  
Resultado obtenido: FAILED 









Resultado esperado: BioAPI_OK y BioAPI_BIR_DATA_TYPE_PROCESSED 
Resultado obtenido: PASSED 
















Resultado esperado: BioAPI_OK y Quality entre 0 y 100 
Resultado obtenido: PASSED 









Resultado esperado: BioAPI_OK y mismo Purpose 
Resultado obtenido: FAILED 











Resultado esperado: processed BIR. 
Resultado obtenido: PASSED 










Resultado obtenido: UNDECIDED 















Resultado esperado: BioAPI_OK. 
Resultado obtenido: FAILED 









Resultado esperado: BioAPI_OK. 
Resultado obtenido: FAILED 









Resultado esperado: BioAPIERR_BSP_INCONSISTENT_PURPOSE 
Resultado obtenido: UNDECIDED  
Descripción de resultado: BioAPIERR_INVALID_DATA 
 
 





//8.37 Assertion 10f - BioSPI_CreateTemplate_Inconsistent_Purpose// 













if ( ( CheckBox31->Checked == true)&&(ComboBox1->ItemIndex == 0)|| (ComboBox1-






2. Llamamos al  load,  inicializamosBioAPI y cerramos el  trabajo anterior del 
Framework. 
 
BioAPI_RETURN bar10f = 0; 
 
















//llamada  attach 
 
AnsiString rep35a="llamamos a la funcion Attach,Capture,y CreateTemplate"; 
ListBox1->AddItem(rep35a,NULL); 
 













//bar10f=0;//para comprobar el else 
 
if (bar10f!= BioAPI_OK) { 









//bar10f=0;//para comprobar el else 
 
if (bar10f!= BioAPI_OK) { 
AnsiString repag= "fallo de algun paso intermedio, resultado: UNDECIDED"; 
ListBox1->AddItem(repag,NULL);} 














AnsiString rep35b="valor esperado: BioAPIERR_INCONSISTENT_PURPOSE"; 
ListBox1->AddItem(rep35b,NULL); 
 
  if(0x1000115 != 
bar10f){ 
 




































A  continuación  se  reseña  una  breve  descripción  de  cada  una  de  las 
funciones que son utilizadas en los Test de conformidad de las aserciones. 
 
• BioSPI_BSPLoad(IN const BioAPI_UUID *BSPUuid,IN 
BioSPIRI_EVENTHANDLER BioAPINotifyCallback,    IN 









• BioSPI_BSPAttach ( IN  const BioAPI_UUID *BSPUuid, IN  
BioAPI_VERSION Version,     IN  const BioAPI_UNIT_LIST_ELEMENT 
*UnitList, IN  uint32_t NumUnits, IN  BioAPI_HANDLE BSPHandle ); 
Esta  función  inicializa  una  nueva  sesión  para  el  BSP.  En  primer  lugar 
comprueba la validez de la versión de BSP (comprueba que sean la misma en el 
sistema y  la aplicación). En esta  llamada es  cuando  la aplicación proporciona 
una lista de Units que desea usar para el BSP. Una vez que se ha realizado un 
BioSPI_BSPLoad se puede llamar a esta función múltiples veces para un mismo 
BSP.  De  igual  forma  que  en  los  casos  anteriores,  la  llamada  desde  una 
aplicación a esta función implica la ejecución de la función correspondiente . 
• BioSPI_BSPDetach (BioAPI_HANDLE BSPHandle) 
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• BioSPI_Enroll (BioAPI_HANDLE BSPHandle, BioAPI_BIR_PURPOSE 
Purpose, BioAPI_BIR_SUBTYPE Subtype, const 
BioAPI_BIR_BIOMETRIC_DATA_FORMAT *OutputFormat, const 
BioAPI_INPUT_BIR *ReferenceTemplate, BioAPI_BIR_HANDLE 
*NewTemplate, const BioAPI_DATA *Payload, int32_t Timeout, 
BioAPI_BIR_HANDLE *AuditData, BioAPI_UUID *TemplateUUID):  
 
El propósito de esta función es crear un nuevo Template a partir de una captura 
realizada  con  el  dispositivo.  Este  patrón  pasará  a  ser  almacenado  para  su 
posterior  verificación.  El  BSP  puede  recibir  opcionalmente  un  Template  de 
Referencia (ReferenceTemplate) como patrón para crear el nuevo Template, que 








• BioSPI_GetBIRFromHandle ( IN BioAPI_HANDLE BSPHandle, IN 





• BioSPI_GetHeaderFromHandle ( IN BioAPI_HANDLE BSPHandle, IN 





José Campo Buzón  97 
 







• BioSPI_Capture (BioAPI_HANDLE BSPHandle, BioAPI_BIR_PURPOSE 
Purpose, BioAPI_BIR_SUBTYPE Subtype, const 
BioAPI_BIR_BIOMETRIC_DATA_FORMAT *OutputFormat, 
BioAPI_BIR_HANDLE *CapturedBIR, int32_t Timeout, 
BioAPI_BIR_HANDLE *AuditData) 




• BioSPI_CreateTemplate (BioAPI_HANDLE BSPHandle, const 
BioAPI_INPUT_BIR *CapturedBIR, const BioAPI_INPUT_BIR 
*ReferenceTemplate, const BioAPI_BIR_BIOMETRIC_DATA_FORMAT 
*OutputFormat, BioAPI_BIR_HANDLE *NewTemplate, const BioAPI_DATA 








• BioSPI_Process (BioAPI_HANDLE BSPHandle, const BioAPI_INPUT_BIR 
*CapturedBIR, const BioAPI_BIR_BIOMETRIC_DATA_FORMAT 
*OutputFormat, BioAPI_BIR_HANDLE *ProcessedBIR)  
Esta  función  es  la  encargada  de  procesar  los  datos  intermedios  capturados 
mediante  la  llamada  a  BioSPI_Capture()  para  su  posterior  verificación  o 
identificación. De esta manera  logramos unos datos procesados  (ProcessedBIR) 
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• BioSPI_VerifyMatch (BioAPI_HANDLE BSPHandle, BioAPI_FMR 
MaxFMRRequested, const BioAPI_INPUT_BIR *ProcessedBIR, const 
BioAPI_INPUT_BIR *ReferenceTemplate, BioAPI_BIR_HANDLE 
*AdaptedBIR, BioAPI_BOOL *Result, BioAPI_FMR *FMRAchieved, 
BioAPI_DATA *Payload) 
Esta función realiza una comparación directa entre dos BIRs; el BIR procesado y 
el BIR de  referencia. El primero de ellos surge  tras  la etapa de procesamiento 






Las  posibilidades  que  ofrece  la  programación  orientada  a  objetos  con 
Borland Builder 2006  son amplias. Nuestra aplicación, al menos en  la  fase  en 
que esta desarrollada, no dispone de muchos elementos para interactuar con el 
usuario,  debido  a  que  el  trabajo  que  realiza  es  tomar  un  BSP,  realizar  unas 
pruebas y mostrar resultados.  
  
















Aquí  podemos  observar  la  distribución  inicial.  Tenemos  una  ventana 
donde  se mostrara  el BSP  que  se  carga  en  el  sistema. Tenemos una  segunda 
ventana “TEST REPORT” donde los resultados de las pruebas serán mostrados 
una  vez  realizado  el  Test.  Una  ventana  “combo”  donde  podemos  elegir  el 










Registrar  BSP:  nos  abrirá  una  ventana  donde  podremos  elegir  el  lugar  de 
nuestro  sistema  donde  tenemos  almacenado  el  BSP  y  cargarlo  en  nuestra 
aplicación. El archivo que ha de ser cargado es el de extensión “.dll”. Debido a 
posibles  conflictos  entre  dos  BSP,  se  aconseja  cargar  únicamente  el  BSP  que 










TEST DE CONFORMIDAD:  una  vez  cargado  el  BSP  y  elegido  el modo  que 













SALIR:  cuando  queramos  abandonar  el  programa  podemos  recurrir  a  este 
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En  caso  de  elegir  el  modo  manual  solo  se  muestran  los  resultados 
































la  norma  ISO/IEC  19794‐1.  Para  llevarlo  a  cabo  se  han  utilizado  dos  BSP 
basados en reconocimiento por huella e iris, y ha sido necesario realizar alguna 
modificación  en  los mismos para poder desarrollar  el modelo de pruebas de 
manera útil para el cometido que nos ocupaba. 
 
La  división  del  trabajo  ha  sido  básicamente  en  cuatro  etapas:  1. 
Documentación y  familiarización con  las herramientas de  trabajo 2. Búsqueda 
de un método de comunicación entre aplicación y BSP para la realización de las 
pruebas de conformidad 3. Programación conforme a las especificaciones de la 
norma   de  los  casos de prueba.  4.  análisis de datos  y  redacción del presente 
documento. 
 
En  la primera etapa fue fundamental una  lectura extensa de  las normas 
de  conformidad  y  del  modelo  BioAPI  que  en  un  principio  puede  resultar 
equivoca,  difusa  o  incluso  inútil  a  ratos  ya  que  hasta  que  no  se  empieza  a 




saltándonos  el  Framework,  no  empecé  a  ver  exactamente de  que manera  los 
distintos procesos informáticos consiguen establecer comunicación entre ellos, y 
lo  que  es mas  importante:  conseguir  que  lo  hiciesen  del modo  que  nosotros 
queríamos. 
 
La norma de  conformidad  está dividida  en  cuatro partes de  las  cuales 
han sido necesarias  las dos primeras más el  texto de  la especificación BioAPI. 
Estos  tres  documentos  han  sido  un  referente  y  un  recurso  continuamente 
consultado para llevar a cabo el desarrollo de la aplicación. 
 
La  segunda  etapa,  ha  sido  sin  duda  alguna  la mas  costosa  y  larga  de 
todas. La especificación BioAPI 2.0 está prácticamente sin desarrollar en lo que 
conformidad  se  refiere  y  esto  implica  que  los  modos  de  comunicación 
particulares    que  las  pruebas  de  conformidad  implican  no  están  fijados  y/o 
probados. Hasta  el momento  solo  existe una  implementación de  referencia  y 
además es muy reciente,  lo que provoca que  la documentación existente sobre 
BioAPI 2.0, fuera la proporcionada por OSS.Nokalva y  prácticamente nula. En 
la  estructura  normal  de  BioAPI,  como  hemos  visto  a  lo  largo  del  texto,  la 
aplicación se comunica con los BSP a través del Framework, pero las pruebas de 
 







cuanto a  lo que  la  función BioSPI_Load se refiere. Sin  la mediación del citado 
componente  en  esta  función, no  se  conseguía  establecer un  flujo de  llamadas 
correcto  y  ha  sido  necesario  llamar  a  BioAPI_Load  y  utilizar  las  funciones 
BioAPI_Terminate  e  InicializarBioAPI para que  el Framework  la gestionase y 
pudiesen  ser  realizadas  todas  las  demás  pruebas  del  modo  en  que 
necesitábamos. 
 





provocó problemas  con  los datos utilizados  en  los BIR y   deja planteada una 
duda sobre lo que la norma pide.  
 
La  subclase  correspondiente  a  nuestro  BSP  coincide  con  el  modelo: 
“BioAPI  Conformant  Verification  Engines”  que  contiene  el  procesado 
biométrico y  los algoritmos de comparación 1:1 pero que no realiza  la captura 
biométrica. Esto  implica  que  los datos de  la  captura  que  van dentro del BIR 
estaban vacíos a la hora de hacer de las pruebas y no se podían llevar a cabo, lo 
que hizo necesario modificar ligeramente los BSP para que llevasen una mínima 




El  proceso  descrito  se  llevó  a  cabo  primero  con  el  BSP  de  la  huella 
dactilar y posteriormente de una manera casi  idéntica con el de  Iris. Una vez 
hecho  esto  la  principal  tarea  fue  adaptar  gráficamente  la  aplicación  a  las 
necesidades del proceso facilitando su uso y proponiendo un modo automático 




dificultades,  pero  se  puede  afirmar  que  tras  un  cierto  “duro  trabajo” 
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 En lo que concierne a la redacción, lo principal ha sido intentar relatar de 
un modo  claro  cual ha  sido  el propósito y de que manera  se ha  conseguido, 
dando una  información  concreta de  las herramientas que han  sido necesarias 
para ello. La parte más trabajosa se la ha llevado el intento de elaborar un texto 






y  descarga  de  los  BSP  en  el  “BSP  Testing Aplication“un  pequeño  programa 
desarrollado por Raúl Alonso Moreno llamado registrar BSP. A partir de que el 




a  la  aplicación  y  que  habíamos  utilizado  como  base  el  registrar  BSP  se 




Según  la norma  con  cada prueba ha de generarse un Test  log, pero  el 
principal objetivo de establecimiento de comunicación y análisis de las pruebas 
nos pareció más importante, lo que motivó que se hayan incluido los paquetes 
XML  con  los  que  se  puede  generar  el  Test  log,  pero  no  se  gestiona  por  la 
aplicación. 
  
La  intención  de  hacer  útil  y  sencillo  el  programa  nos  ha  llevado  a 
introducir los dos modos ya comentados anteriormente (manual y automático) 







elaborado.  Como  primera  futura  ampliación  podemos  citar  el  Test  log 
mencionado  en  el  apartado  anterior  y  que  la  aplicación  generaría  con  cada 












Así  mismo  conseguir  que  las  llamadas  que  necesariamente  en  esta 
aplicación  se  hacen  a  través  del  Framework  (como  es  lo  referente  al 
BioSPI_Load)  se  hagan  directamente  al  interfaz  SPI  sería  una  importante 
aportación y adecuación a los dictados de la norma.  
 
Por ultimo mencionar  que  este  tipo de  aplicaciones  se deberían poder 























documentos   extraídos de  libros o  trabajos que han sido de gran ayuda como 
consulta y como guía para la elaboración del proyecto.  
 














































• [KIM08]  Página  web  del  fabricante  y  distribuidor  de  sistemas 
biometricos kimaldi:  
http://www.kimaldi.com/area_de_conocimiento/biometria/que_es_la_biometria 
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1. FASES DE TRABAJO  






















Los costes que se desprenden de    los  recursos humanos  requeridos para el 
proyecto  en  concepto  de  mano  de  obra,  son  catalogados  como  costes  de 
personal.  Para  su  cálculo  se  ha  tenido  en  cuenta  la  tabla  de  honorarios  del 








Ingeniero Técnico  960 horas   60,88   58444,8 
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 3. COSTES DE MATERIAL  
En  este hay que  incluir  el uso de ordenadores,  licencias,    instalaciones 
usadas… y   hay que  tener  en  cuenta  el  tiempo de uso. Por  lo  tanto hay que 
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