ОСНОВНЫЕ ПРОБЛЕМЫ ОБЕСПЕЧЕНИЯ ИНФОРМАЦИОННОЙ БЕЗОПАСНОСТИ ПРИ ПОДКЛЮЧЕНИИ ТЕРРИТОРИАЛЬНЫХ ФИНАНСОВЫХ ОРГАНОВ К СЕТИ ИНТЕРНЕТ by Крапивин, Е. Е.
 УДК 336.1.07:004.738.5 
 
 
ОСНОВНЫЕ ПРОБЛЕМЫ ОБЕСПЕЧЕНИЯ ИНФОРМАЦИОННОЙ 
БЕЗОПАСНОСТИ ПРИ ПОДКЛЮЧЕНИИ ТЕРРИТОРИАЛЬНЫХ 
ФИНАНСОВЫХ ОРГАНОВ К СЕТИ ИНТЕРНЕТ 
 
Крапивин Е.Е. 
Научный руководитель – ст. преп. Ермоленко Д.С. 
 
Сибирский федеральный университет 
Основная задача, стоящая перед должностными лицами воинских частей 
(военных организаций) при организации подключения к интернету, – это обеспечение 
информационной безопасности, которая в соответствии с «Руководством по защите 
информации от несанкционированного доступа ВС РФ», утвержденным министром 
обороны РФ, представляет собой состояние защищенности информационной среды 
общества, обеспечивающее ее формирование, использование и развитие в интересах 
граждан, организаций, государства. 
Основные угрозы интересам воинских частей (военных организаций) в 
информационной сфере можно разделить на три группы: 
– угрозы воздействия недоброкачественной информации (недостоверной, 
ложной информации, дезинформации); 
– угрозы несанкционированного и неправомерного воздействия посторонних 
лиц на информацию и информационные ресурсы (на производство информации, 
информационные ресурсы, системы их формирования и использования); 
– угрозы информационным правам и свободам личности (праву на 
производство, распространение, поиск, получение, передачу и использование 
информации; праву на интеллектуальную собственность на информацию и вещную 
собственность на документированную информацию; праву на личную тайну; праву на 
защиту чести и достоинства и т. п.). 
В структуре Вооруженных сил Российской Федерации обязанности по решению 
задач в сфере обеспечения информационной безопасности в соответствии с приказом 
министра обороны Российской Федерации 1998 г. возложены на 8-е управление 
Генерального штаба Вооруженных сил Российской Федерации. 
В соответствии с п. 1 приказа министра обороны Российской Федерации «О 
мерах по обеспечению информационной безопасности Вооруженных Сил Российской 
Федерации при использовании информационных вычислительных сетей общего 
пользования» от 6 ноября 1998 г. органам военного управления и воинским 
должностным лицам запрещено осуществлять включение информационных систем, 
сетей связи и автономных персональных компьютеров, в которых обрабатывается 
информация, содержащая сведения, составляющие государственную тайну, и 
служебная информация ограниченного распространения, в состав средств 
международного информационного обмена, в том числе в международную ассоциацию 
сетей интернет. 
Значит на информационные системы, сети связи и автономные персональные 
компьютеры, на которых не обрабатывается и в которых не содержится данная 
информация, действие вышеуказанной нормы не распространяется. 
 
 
