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ABSTRACT 
Development of science and technology has been providing various facilities where the 
relationship between human beings can be done quickly and easily. Many people get 
information through the use of information and communication technology connected to the 
Internet. By utilizing internet technology, notary is expected to serve the demanding needs of 
the community more quickly, practical, and efficient appropriate with its authority. 
A notary as a public official to serve society expected not to be left behind in addressing 
these developments. When someone requires legalization of documents yang conducted by 
notary, but the person does not want notary to know what the notary signed. One of solution 
to handle this problem is to use a cryptographic protocol. Cryptographic protocols that can be 
applied to a digital notary is a Blind Signature Protocol.  Blind Signature allows the signatory 
to sign a document without knowing the contents of the document.  
Blind Signatures can be developed from a variety of public-key algorithms such as RSA 
and ElGamal. In this study, Blind Signature Protocol is applied to a digital notary using the 
RSA algorithm as a blinding function. Blind Signature protocol which is implemented on a 
digital notary is a Blind Signature Protocol that has been modified. Modifications made by 
using a hash function, that is SHA-256. 
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PENDAHULUAN 
Perkembangan ilmu pengetahuan dan 
teknologi (IPTEK) telah memberikan 
berbagai kemudahan, termasuk 
didalamnya digitalisasi. Setiap komunikasi 
yang menggunakan jalur publik memiliki 
kerawanan. Kerawanan tersebut meliputi 
usaha pengubahan, penghapusan, dan 
penyadapan terhadap data yang 
dipertukarkan saat komunikasi 
berlangsung. Salah satu solusi untuk 
mengatasi permasalahan tersebut adalah 
menggunakan protokol kriptografi. 
Penggunaan protokol kriptografi dapat 
memberikan jaminan keamanan informasi 
yang dipertukarkan.  
Pada penelitian ini akan dibuat sebuah 
protokol notaris digital. Ketika seseorang 
membutuhkan pengesahan dokumen yang 
dilakukan sesorang notaris, akan tetapi 
orang tersebut tidak ingin notaris 
mengetahui apa yang notaris tanda 
tangani. Untuk itu bisa diterapkan konsep 
Blind Signature dalam menangani 
permasalahan tersebut. 
Konsep Blind Signature diperkenalkan 
oleh Chaum. Blind Signature ini 
memungkinkan properti anonimitas 
seseorang pada sistem notaris digital. 
Tanda tangan digital jenis ini 
memungkinkan penanda tangan 
menandatangani sebuah dokumen tanpa 
mengetahui isi dokumen tersebut. 
Selanjutnya, jika penanda tangan secara 
tidak disengaja melihat pasangan dokumen 
dan tanda tangan, maka ia tidak dapat 
menentukan kapan dan untuk siapa ia 
menandatangani dokumen tersebut 
(meskipun ia dapat memverifikasi bahwa 
tanda tangan tersebut valid). Hal ini dapat 
dianalogikan dengan menandatangani 
suatu dokumen dengan mata tertutup 
(blind). Jika setelahnya si penandatangan 
melihat dokumen dan tandatangannya, 
maka ia akan sangat sulit untuk mengingat 
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kapan atau untuk siapa ia menandatangani 
dokumen tersebut.  
Blind signature dapat dikembangkan 
dari berbagai algoritma kunci publik, 
misalnya RSA dan ElGamal. Pada 
penelitian ini Protokol Blind Signature yang 
diterapkan pada notaris digital 
menggunakan algoritma RSA sebagai 
fungsi blindingnya. Protokol Blind Signature 
yang diterapkan pada notaris digital 
merupakan Protokol Blind Signature yang 
telah dimodifikasi. Modifikasi yang 
dilakukan yaitu dengan menggunakan 
fungsi hash. Algoritma fungsi hash yang 
digunakan yaitu SHA-256. 
 
METODA PENELITIAN 
Tujuan dari penelitian ini yaitu 
menawarkan konsep Protokol Blind 
Signature yang dapat dimanfaatkan pada 
jasa pelayanan notaris digital dalam hal 
pengesahan dokumen yang dilakukan 
seorang Notaris. 
 
Dalam penelitian ini dirumuskan 
permasalahan yang akan dibahas sebagai 
berikut: 
1. Apa dan Bagaimana Protokol Blind 
Signature; 
2. Bagaimana pemanfaatan Protokol 
Blind Signature pada notaris digital; 
3. Apa kelebihan Protokol Blind Signature 
yang diterapkan pada notaris digital. 
 
Untuk lebih memokuskan pengerjaan 
penelitian ditetapkan                 
pembatasan-pembatasan sebagai berikut: 
1. Hanya membahas mengenai 
pengamanan informasi yang bersifat 
rahasia dalam hal pengesahan 
dokumen yang dilakukan seorang 
Notaris, tidak membahas terlalu dalam 
mengenai pengamanan jalur 
pengiriman dan protokol komunikasi 
yang dapat digunakan untuk 
menambah tingkat pengamanan 
informasi; 
2. Tidak dilakukan rancang bangun 
perangkat lunak simulasi Protokol 
Blind Signature pada notaris digital. 
 
HASIL DAN PEMBAHASAN 
Protokol Kriptografi 
Protokol adalah sebuah prosedur 
untuk mencapai suatu maksud yang 
dilakukan oleh minimal 2 (dua) pihak, 
dilaksanakan dari awal hingga akhir yang 
tiap langkahnya harus dilakukan satu per 
satu dan berurutan[4]. 
Protokol memiliki beberapa 
karakteristik yaitu :  
1. Tiap pihak yang terlibat dalam protokol 
harus mengetahui protokol dan 
keseluruhan langkah yang akan 
dilaksanakan; 
2. Tiap pihak yang terlibat dalam protokol 
harus setuju untuk mengikutinya; 
3. Protokol harus tidak ambigu, tiap 
langkahnya harus jelas; 
4. Protokol harus lengkap dan utuh. 
 
Protokol kriptografi merupakan 
protokol yang menggunakan algoritma 
kriptografi.  Protokol kriptografi bertujuan 
untuk mencegah dan mendeteksi adanya 
penyadapan atau kecurangan yang 
dilakukan oleh pihak yang terlibat dalam 
protokol maupun pihak dari luar protokol, 
selain itu juga untuk menjaga kerahasiaan. 
 
Algoritma RSA 
Algoritma RSA merupakan salah satu dari 
sekian banyak algoritma yang dipakai pada 
sistem kunci publik yang mana 
menggunakan kuci yang berbeda pada 
saat enkripsi dan dekripsi. Algortima ini 
dibuat pada tahun 1977 oleh tiga orang : 
Ron Rivest, Adi Shamir dan Len Adleman 
dari Massachusetts Institute of Technology. 
RSA itu sendiri berasal dari inisial nama 
mereka (Rivest—Shamir—Adleman).  
Untuk menemukan kunci enkripsi, 
seseorang harus memfaktorkan suatu 
bilangan non prima menjadi faktor 
primanya.Kenyataannya, memfaktorkan 
bilangan nonprima menjadi faktor primanya 
bukanlah pekerjaan yang mudah.Belum 
ada algoritma yang efisien yang ditemukan 
untuk pemfaktoran itu. Semakin besar 
bilangan non-primanya tentu akan semakin 
sulit menemukan faktor primanya. Semakin 
sulit pemfaktorannya, semakin kuat pula 
algoritma RSA. 
a. Proses Pembangkitan Kunci pada 
RSA 
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1. Bob menentukan secara acak 2 
(dua) bilangan prima besar p  dan 
q . 
2. Bob menghitung pqn    
3. Bob memilih secara acak integer 
e  sedemikian sehingga 
1))(,gcd(  ne , dengan 
)1)(1()(  qpn  
4. Bob menentukan d  sedemikian 
hingga )(mod1 ned    
5. Kunci publik Bob adalah ),( en  
6. Kunci privat Bob adalah ),,( dqp  
 
b. Algoritma Enkripsi pada RSA 
Pesan/ teks terang disusun 
menjadi blok-blok ,...,, 21 mm  
sedemikian sehingga setiap blok 
merepresentasikan nilai di dalam 
rentang 0 sampai 1r . Setiap blok  
im  dienkripsi menjadi blok ic  dengan 
rumus : 
nmc
e
ii mod  
 
c. Algoritma Dekripsi pada RSA 
Setiap blok teks sandi ic  didekripsi 
kembali menjadi blok im dengan 
rumus: 
ncm
d
ii mod  
 
Digital Signature dengan Algoritma RSA 
Digital signature (tanda tangan digital) 
merupakan bentuk elektronik dari tanda 
tangan konvensional yang dapat digunakan 
untuk meyakinkan pihak lainnya bahwa 
pesan atau dokumen terkait telah 
ditandatangani oleh penandatangan. Digital 
signature dapat digunakan untuk 
mengotentikasi integritas dari data atau 
dokumen yang ditandatangi serta identitas 
dari penandatangan. Digital signature 
direpresentasikan dalam komputer sebagai 
serangkaian bit dan dihitung menggunakan 
algoritma digital signature yang mempunyai 
kemampuan untuk membangkitkan dan 
memverifikasi digital signature. 
Digital signature menyediakan layanan 
otentikasi, yang merupakan kebalikan dari 
layanan kerahasiaan. Pengirim akan 
menggunakan kunci privatnya untuk 
membuat tanda tangan digital (disebut 
proses signing) dengan mengenkripsi 
pesan yang akan dikirim. Sementara 
penerima akan melakukan verifikasi 
dengan mendekripsi tanda tangan digital 
yang diterimanya menggunakan kunci 
publik si pengirim. 
Dalam menandatangani pesan 
(disebut proses signing)  dapat dilakukan 
dengan dua cara, yaitu dengan langsung 
mengenkripsi pesan atau dengan cara 
menggunakan fungsi hash dan kriptografi 
kunci publik. Pada aplikasi di lapangan 
(riil), untuk meminimalisir ukuran tanda 
tangan digital agar tidak sama besar 
dengan ukuran pesan aslinya, maka 
dikombinasikan dengan penggunaan fungsi 
hash untuk mengkompres besarnya 
memori dari nilai sign yang akan disertakan 
dengan pesan asli atau pesan terenkripsi 
untuk dikirim kepada penerima. Fungsi 
hash dan algoritma digital signature yang 
digunakan dalam proses pembangkitan 
sama dengan yang digunakan dalam 
proses verifikasi.  
 
a. Proses Pembangkitan Kunci dengan 
Algoritma RSA 
1. Bob menentukan secara acak 2 
(dua) bilangan prima besar p  dan 
q . 
2. Bob menghitung pqn    
3. Bob memilih secara acak integer 
e  sedemikian sehingga 
1))(,gcd(  ne , dengan 
)1)(1()(  qpn  
4. Bob menentukan d  sedemikian 
hingga )(mod1 ned    
5. Kunci publik Bob adalah ),( en  
6. Kunci privat Bob adalah ),,( dqp  
 
b. Proses Signing Pesan dengan 
Algoritma RSA 
1. Bob melakukan proses hashing 
terhadap pesan dengan sebuah 
algoritma fungsi hash yang 
menghasilkan suatu nilai hash, 
dengan persamaan sebagai 
berikut : 
)(mhh   
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2. Bob menandatangani nilai hash 
dari hasil proses hashing 
menggunakan kunci privatnya 
untuk menghasilkan tanda tangan 
digital, dengan persamaan 
sebagai berikut : 
nhs d mod  
3. Bob mengirimkan pesan asli 
beserta dengan tanda tangan yaitu 
),( sm  ke Alice.  
 
c. Proses Verifikasi Pesan dengan 
Algoritma RSA 
1. Alice akan menerima pesan dari 
Bob yaitu ),( sm . Setelah 
menerima pesan, Alice langsung 
dapat memisahkan nilai tanda 
tangan Bob dari pesannya. 
Selanjutnya Alice menghitung nilai 
hash dari pesan m  yang diterima 
menggunakan algoritma fungsi 
hash yang sama digunakan oleh 
Bob, dengan persamaan sebagai 
berikut : 
)(mhh   
2. Alice melakukan dekripsi dari 
tanda tangan Bob menggunakan 
kunci publik Bob, dengan 
persamaan sebagai berikut :  
nsh e mod'    
3. Setelah itu Alice akan melakukan 
verifikasi dengan membandingkan 
nilai hash dari pesan yang ia 
terima dari Bob )(h  dengan nilai 
hash dari pesan hasil dekripsi )( 'h  
'hh   ? 
Jika sama maka Alice 
percaya/yakin pesan yang diterima 
adalah dari Bob dan tidak ada 
perubahan pada pesan tersebut. 
Akan tetapi jika tidak sama, maka 
Alice mencurigai adanya 
perubahan pada pesan yang 
dikirim oleh Bob, yang bisa 
disebabkan karena error pada 
saat transmisi atau ada modifikasi 
di tengah jalan komunikasi, 
misalnya dari pihak lawan. 
 
Blind Signature 
Blind Signature adalah protokol 
diantara dua entitas yaitu pengirim A dan 
penandatangan B. Ide dasarnya adalah A 
mengirim sebagian informasi kepada B 
yang B tanda tangani lalu dikirimkan 
kembali kepada A. Dari tanda tangan 
tersebut, A dapat menghitung tanda tangan 
B pada bilangan acak k yang A pilih. 
Blind Signature dapat dikembangkan 
dari berbagai algoritma kunci publik, 
misalnya RSA dan ElGamal. Berikut 
Protokol Blind Signature dengan 
menggunakan algoritma RSA sebagai 
fungsi blindingnya. 
Bob mempunyai kunci publik e , kunci 
privat d , dan modulus publik n . Alice 
menginginkan Bob untuk menandatangani 
pesan m  secara buta. 
1. Alice memilih bilangan acak k , dimana 
nk 1 . Selanjutnya Alice 
menyamarkan pesan m , dengan 
menghitung 
nmkt e mod  
2. Bob menandatangi pesan buta t , 
dengan persamaan sebagai berikut : 
nmkt ded mod)(  
3. Alice membuka pesan buta yang telah 
ditandatangani )( dt  dengan 
menghitung  
n
k
t
s
d
mod  
4. Hasilnya adalah 
nms d mod  
Hal ini dapat ditunjukkan sebagai 
berikut 
)(mod)( nkmmkt dded   
Sehingga   
)(modnm
k
km
k
t d
dd
  
 
Algoritma Fungsi Hash SHA 256 Bit 
Verifikasi dan otentikasi merupakan 
hal yang penting dalam pertukaran 
informasi. Fungsi hash merupakan salah 
satu fungsi yang memberikan layanan 
untuk verifikasi dan otentikasi. Secure 
Hash Algorithm (SHA) merupakan salah 
satu algoritma fungsi hash. SHA 
didasarkan pada MD4 yang dibuat oleh 
Ronald L. Rivest dari MIT. 
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Algoritma Fungsi Hash SHA 256 bit 
(SHA-256) terdiri dari 64 round dan ukuran 
bit outputnya adalah 256 bit. Algoritma ini 
menggunakan 6 (enam) fungsi logika, 
dimana setiap fungsinya beroperasi pada 
32 bit words yang direpresentasikan 
sebagai x , y , dan z . Hasil dari setiap 
fungsi adalah 32 bit word yang baru. 
SHA-256 menggunakan sebuah 
barisan dari 64 konstanta 32 bit words. 
Algoritma ini membutuhkan 7 (tujuh) buah 
penyangga (buffer) yang masing-masing 
panjangnya 32 bit (SHA-1 hanya 
mempunyai 5 buah penyangga). Total 
panjang penyangga adalah 7  32 bit. 
Ketujuh penyangga ini menampung hasil 
antara dan hasil akhir. Iterasi pada 
Algoritma Fungsi Hash SHA  256 bit 
ditunjukkan pada Gambar 1. 
 
Gambar 1. Iterasi pada Algoritma Fungsi 
Hash SHA 256 bit 
 
Teknik otentikasi yang digunakan pada 
SHA-256 yaitu dengan menggunakan 
message digest-nya atau nilai hashnya. 
Nilai hash dari suatu informasi tersebut 
bisa digunakan untuk otentikasi pesan dan 
data origin. Fungsi hash ini juga bisa 
diimplementasikan pada tanda tangan 
digital, jadi bisa digunakan untuk otentikasi 
entitas. Dengan mencocokkan nilai hash 
yang ada pada informasi dan hasil 
perhitungan nilai hash dari pesan maka 
akan diketahui apakah pesan tersebut 
telah berubah dan masih asli atau tidak. 
 
Notaris 
Notaris adalah pejabat umum yang 
berwenang untuk membuat akta otentik 
dan kewenangan lainnya sebagaimana 
maksud dalam Undang-Undang ini [6]. 
Suatu akta otentik ialah suatu akta didalam 
bentuk yang ditentukan oleh undang-
undang, yang dibuat oleh atau dihadapan 
pegawai-pegawai umum yang berkuasa 
untuk itu ditempat dimana akta dibuatnya. 
Berdasarkan pasal 15 ayat (1) UUJN, 
Notaris berwenang membuat akta otentik 
mengenai semua perbuatan, perjanjian, 
dan ketetapan yang diharuskan oleh 
peraturan perundang-undangan dan/ atau 
yang dikehendaki oleh yang 
berkepentingan untuk menyimpan akta, 
memberikan grosse, salinan dan kutipan 
akta, semuanya itu sepanjang pembuatan 
akta-akta itu tidak juga ditugaskan atau 
dikecualikan kepada pejabat lain atau 
orang lain yang ditetapkan oleh undang-
undang. Dalam menjalankan jabatannya, 
salah satu kewajiban yang harus dilakukan 
oleh Notaris yaitu membacakan akta di 
hadapan penghadap dengan dihadiri oleh 
paling sedikit 2 (dua) orang saksi dan 
ditandatangani pada saat itu juga oleh 
penghadap, saksi, dan Notaris (pasal 16 
ayat (1) butir l UUJN). 
Sebagai alat bukti tertulis yang terkuat 
dan terpenuh, apa yang dinyatakan dalam 
akta notaris harus diterima, kecuali pihak 
yang berkepentingan dapat membuktikan 
hal yang sebaliknya secara memuaskan di 
hadapan persidangan pengadilan. Fungsi 
Notaris di luar pembuatan akta otentik 
diatur untuk pertama kalinya secara 
komprehensif dalam UUJN. Demikian pula 
ketentuan tentang pengawasan terhadap 
pelaksanaan jabatan Notaris dilakukan 
dengan mengikutsertakan pihak 
ahli/akademisi, di samping Departemen 
yang tugas dan tanggung jawabnya di 
bidang kenotariatan serta Organisasi 
Notaris. 
 
Deskripsi Protokol Blind Signature pada 
Notaris Digital 
Pada konteks ini, misalkan Klien 
membutuhkan tanda tangan Notaris untuk 
beberapa dokumen. Akan tetapi, Klien 
tidak ingin Notaris mengetahui isi 
dokumen-dokumen tersebut. Untuk 
menyelesaikan masalah tersebut, 
diperlukan Protokol Blind Signature. 
Protokol Blind Signature yang 
diterapkan pada notaris digital pada 
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penelitian ini merupakan Protokol Blind 
Signature yang telah dimodifikasi. 
Modifikasi yang dilakukan yaitu dengan 
menggunakan fungsi hash. Algoritma 
fungsi hash yang digunakan yaitu        
SHA-256. 
 
 
 
 
 
Sebelum mendeskripsikan protokol, 
berikut diberikan pendefinisian notasi yang 
akan digunakan dalam deskripsi protokol : 
 
Tabel 1. Definisi Notasi 
Simbol Keterangan 
m  Pesan 
k  Bilangan acak yang 
dibangkitkan Klien 
t Pesan “buta”  
n  Modulus publik 
e  Kunci publik Notaris 
d  Kunci privat Notaris 
)(th  Proses hashing 
h  Nilai hash  
s  Tanda tangan digital 
 
Deskripsi Protokol Blind Signature 
pada notaris digital dijelaskan sebagai 
berikut : 
a. Tahapan I (Klien) 
1. Klien ingin sebuah pesan m  untuk 
ditandatangani secara “buta” oleh 
Notaris. Klien memberitahukan 
Notaris akan permasalahan 
tersebut.  
2. Klien memilih bilangan k , dimana 
nk 1 . Selanjutnya Klien 
menghitung pesan “buta” t , 
dengan persamaan : 
)(modnmkt e  
dimana n  merupakan modulus 
publik dan e   merupakan kunci 
publik Notaris.  
3. Klien mengirim t  kepada Notaris.  
 
b. Tahapan II (Notaris) 
1. Notaris menerima pesan “buta” t  
dari Klien. Selanjutnya Notaris 
melakukan proses hashing 
terhadap pesan “buta” dengan 
sebuah algoritma fungsi hash 
yang menghasilkan suatu nilai 
hash, dengan persamaan sebagai 
berikut : 
)(thh   
2. Notaris menandatangani nilai hash 
dari hasil proses hashing 
menggunakan kunci privatnya ( d ) 
untuk menghasilkan tanda tangan 
digital, dengan persamaan 
sebagai berikut : 
nhs d mod  
3. Notaris mengirimkan pesan “buta” 
beserta dengan tanda tangan yaitu 
),( st  kepada Klien.  
 
c. Tahapan III (Klien) 
1. Klien akan menerima pesan dari 
diberikan Notaris yaitu ),( st . 
Setelah menerima pesan, Klien 
langsung dapat memisahkan nilai 
tanda tangan Notaris dari 
pesannya. Selanjutnya Klien 
menghitung nilai hash dari pesan 
t  yang diterima menggunakan 
algoritma fungsi hash yang sama 
digunakan oleh Notaris, dengan 
persamaan sebagai berikut : 
)(thh   
2. Klien melakukan dekripsi dari 
tanda tangan Notaris 
menggunakan kunci publik 
Notaris, dengan persamaan 
sebagai berikut :  
nsh e mod'    
3. Setelah itu Klien akan melakukan 
verifikasi dengan membandingkan 
nilai hash dari pesan yang ia 
terima dari Notaris )(h  dengan 
nilai hash dari pesan “buta” hasil 
dekripsi )( 'h  
'hh   ? 
Jika sama maka Klien 
percaya/yakin pesan yang diterima 
adalah dari Notaris dan tidak ada 
perubahan pada pesan tersebut. 
Akan tetapi jika tidak sama, maka 
Klien mencurigai adanya 
perubahan pada pesan yang 
dikirim oleh Notaris, yang bisa 
disebabkan karena error pada 
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saat transmisi atau ada modifikasi 
di tengah jalan komunikasi, 
misalnya dari pihak lawan. 
4. Selanjutnya Klien membuka pesan 
“buta” yang telah ditandatangani, 
dengan persamaan:  
n
k
h
s
d
mod  
 
 
 
 
5. Pasangan ),( sm  
merepresentasikan pesan dan 
tanda tangan digital dengan kunci 
privat Notaris. Hal ini dapat 
dibuktikan dengan:  
)(mod)()()( nkmhmkhthh ddedd 
Sehingga   
)(mod)(
)(
nmh
k
kmh
k
h
s d
dd
  
 
ANALISIS 
Blind signature merupakan salah satu 
protokol yang dapat digunakan dalam 
menangani masalah dalam 
penandatanganan notaris digital. 
Penerapan Blind Signature pada notaris 
digital memberikan beberapa kelebihan, 
antara lain : 
1. Notaris memberikan tandatangannya 
tanpa melihat pesan yang sebenarnya. 
Hal ini terjadi karena faktor “buta” 
(blinding factor) 
ek  dimultiplikasi oleh 
pesan. Kemudian, setelah tanda 
tangan dikeluarkan oleh Notaris, Klien 
membagi tanda tangan dengan k  
(untuk menghilangkan blinding factor). 
Pasangan pesan dan tanda tangan 
selanjutnya tidak dapat dikenali oleh 
Notaris. Jika Notaris kemudian melihat 
pesan tersebut, ia dapat dengan 
mudah memverifikasi bahwa 
tandatangan tersebut adalah miliknya, 
namun ia akan sulit memastikan kapan 
dan untuk siapa ia menandatangani 
pesan tersebut. 
2. Klien dapat memastikan keotentikan 
Notaris. Hal ini dapat dilakukan 
dengan membandingkan nilai hash h 
dengan h’. Jika h=h’ maka tanda 
tangan digital  adalah otentik. Jika 
tidak sama, maka tanda tangan digital  
tidak otentik sehingga 
pengirimnya/penanda tangan bukanlah 
orang yang sebenarnya.  
3. Klien dapat memastikan tidak ada 
perubahan pesan yang diterima dari 
Notaris. Hal ini dikarenakan 
penggunaan fungsi hash, dimana 
fungsi hash memiliki sifat satu arah 
dan dapat digunakan untuk validasi 
integrasi data (keutuhan data). Selain 
itu penggunaan fungsi hash juga akan 
menambah keunikan pesan yang telah 
di-hash dengan menggunakan fungsi 
hash, karena akan sangat sulit 
menemukan kolisi suatu pesan dalam 
fungsi hash, sehingga validitas data 
terjaga dengan baik. 
4. Notaris tidak dapat menyangkal telah 
menandatangani dan mengirim pesan 
tersebut. Hal ini dikarenakan proses 
signing dilakukan dengan 
menggunakan kunci privat Notaris, 
yang diketahui bersifat rahasia dan 
hanya diketahui oleh si Notaris saja. 
Maka jika verifikasinya berhasil, 
Notaris tidak akan bisa menyangkal 
telah mengirimkan pesan tersebut. 
Digital signature bersifat                
user-dependent dan               
message-dependent, karena hasil 
proses signing sangat bergantung 
sepenuhnya pada kunci privat 
pengirim dan pesan yang di-signing. 
 
KESIMPULAN  
Penelitian ini menghasilkan 
kesimpulan sebagai berikut : 
1. Blind Signature memungkinkan 
penanda tangan menandatangani 
sebuah dokumen tanpa mengetahui isi 
dokumen tersebut. 
2. Blind Signature dapat dimanfaatkan 
pada jasa pelayanan notaris digital 
dalam hal pengesahan dokumen yang 
dilakukan sesorang notaris. 
3. Blind signature dapat dikembangkan 
dari berbagai algoritma kunci publik, 
misalnya RSA dan ElGamal.  
4. Protokol Blind Signature pada notaris 
digital pada penelitian ini menggunakan 
algoritma RSA sebagai fungsi 
blindingnya. 
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5. Protokol Blind Signature yang 
diterapkan merupakan Protokol Blind 
Signature yang telah dimodifikasi.  
6. Modifikasi yang dilakukan yaitu dengan 
menggunakan fungsi hash. Algoritma 
fungsi hash yang digunakan yaitu  
SHA-256. 
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