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The Mind’s Eye on Personal Profiles: A Cognitive Perspective on Profile Elements that 
Inform Initial Trustworthiness Assessments in Virtual Project Teams 
Abstract 
Collaboration in virtual project teams heavily relies on interpersonal trust, for which perceived trustworthiness 
is  an  important  determinant.  This  study  provides  insight  in  the  information  that  trustors  value  to  assess  a 
trustee’s professional trustworthiness in the initial phase of a virtual project team. We expect trustors in virtual 
teams to value those particular information elements that provide them with relevant cues of trust warranting 
properties  of  a  trustee.  We  identified  a  list  of  commonly  highly  valued  information  elements  to  inform 
trustworthiness  assessments  (n=226).  We  then  analysed  explanations  for  preferences  with  the  help  of  a 
theory‐grounded coding scheme. Results show that respondents value those particular  information elements 
that provide them with multiple cues to assess the trustworthiness of a trustee. This enables them to become 
aware of and assess the trustworthiness of another. Information elements that provide unique cues could not 
be  identified.  Insight  in  these  information preferences  can  inform  the design of  artefacts,  such  as personal 
profile templates, to support acquaintanceships in the initial phase of a virtual project team. 
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1. Introduction 
A  positive  level  of  interpersonal  trust  improves  collaboration  and  communication  (Corbitt  et  al.,  2004; 
Gambetta, 1988; Jarvenpaa et al., 1998; Jarvenpaa & Leidner, 1998). In contrast, when there is a lack of trust, 
team  members  spend  considerable  time  monitoring  each  other,  backing‐up  or  duplicating  work,  and 
documenting problems (Wilson et al., 2006). Although  interpersonal trust  is considered as both an  important 
pre‐condition as well as a result of collaboration, still little is known about how we can foster its formation.  
One  promising  approach  is  to  facilitate  trustworthiness  assessments.  The  perceived  trustworthiness  is  an 
important  factor  that  influences overall  interpersonal  trust of a  trustor  (person who  trusts)  in a  trustee  (the 
person whom one considers  to  trust)  (Hardin, 2002), along with  factors such as  trust propensity,  situational 
characteristics (e.g., perceived risk, task complexity, social control mechanisms) and trustors’ mood at the time 
of trust formation (Castelfranchi & Falcone, 2010; Riegelsberger et al., 2004; Rousseau et al., 1998). The extent 
to which a trustor trusts a trustee to perform adequately  in a given situation equals that trustee’s perceived 
trustworthiness  (Hardin, 2002). A  trustor will  continuously  try  to gauge  the  trustworthiness of  an unknown 
trustee based on signs and signals that are available and may reveal properties of a trustee. Once these signals 
are considered  to  reveal a certain property of another,  they become cues  for  that property  (Donath, 2007). 
People make a ‘best’ guess based on signs and signals they perceive; this we call ‘a first impression’.  
In mediated environments, the transmission of these signs and signals  is hampered or they are different 
(Donath, 2006, 2007), but the  impression formation process remains  just as  important for human  interaction 
(Lea & Spears, 1995; Liu & Ginther, 2001; Walther, 1995). Contrary  to  the belief  that personal  relationships 
would not develop via computer mediated communication  (CMC), because  less useful  information would be 
available  to  form an  impression  (‘cues‐filtered‐out’ perspective)  (Hancock & Dunham, 2001), Walther  (1995, 
1996)  found  that  only  the  process  of  impression  formation  is  delayed. He  found  that,  given  enough  time, 
enough  information about a person  is revealed and relationships grow as a result.    In face‐to‐face situations, 
people use various  routes  to acquire  information: via  face‐to‐face  interaction, via  inferences based on social 
characteristics (e.g., communities the other takes part in) and via reputational information acquired via ‘word 
of  mouth’  (Riegelsberger  et  al.,  2004).  In  virtual  project  teams  that  predominantly  use  computer‐based 
communication (e.g., email, chat, videoconferencing) these routes are often not available or only  in different 
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forms. Team members of virtual project  teams  sporadically meet  in person,  they often do not have a prior 
history of working together and they may never meet in the future (Jarvenpaa & Leidner, 1998), so the routes 
of  ‘word of mouth’ and  ‘face‐to‐face’  interaction are  in many cases blocked. Furthermore, messages that are 
computer‐mediated do not convey the same type of signs and signals as they would  in  face‐to‐face settings. 
For example humorously meant messages are often misinterpreted, due  to  lack of  intonation or expression. 
Also, there  is  less time and opportunity for informal communication. This type of teams are reported to have 
most problems with interpersonal trust formation, especially in the initial phases of a project (Zolin et al., 2002, 
2004). 
In order to  jump‐start  impression formation on trustworthiness  in the first phases of a project one could 
offer  team members  information  about  their  colleagues.  This  has  been  done  for  years  by  companies who 
organize  special  face‐to‐face  team  building  activities,  leaving  the  type  of  information  exchanged  up  to 
spontaneous  interaction.  This  approach  has  also  infused  online  environments.  Various  artefacts  have  been 
used to stimulate the availability of personal information, such as story‐telling, in a free form as well as guided 
by a more formal template, role‐playing games, teambuilding exercises, and the facilitation of specific types of 
searches as approaches to meet the information need of trustors (Feng et al., 2004; Salmon, 2003). The notion 
that a representation of people  in online environments  is beneficial for their collaboration  is supported from 
the perspective of research on social presence and awareness (Dourish & Belotti, 1992; Gutwin, & Greenberg, 
1998, 1999, 2001, 2002; Kreijns, 2004; Kreijns & Kirschner, 2004), although  the  link with  interpersonal  trust 
formation is not often made. From their perspective, presenting identity information as a means of improving 
interaction  enables  users  to  answer  questions  like  ‘‘who  is  participating?”  and  ‘‘who  is  that?”  (Gutwin  & 
Greenberg, 2002, p. 420 & 421).  Like a high positive  interpersonal  trust  level among virtual  team members 
(Corbitt et al., 2004; Kanawattanachai & Yoo, 2005; Raes et al., 2006; Walther, 2005), the sense of being aware 
of others  is known to be one of the mechanisms which helps to  improve collaboration  in a mediated setting 
(Gutwin & Greenberg, 1999, 2002). Various elements of awareness,  such as  ‘presence’,  ‘action’,  ‘intention’, 
‘artefact’ and  ‘location’ and different  techniques  to  reveal  information  related  to  these elements have been 
identified  (Gutwin & Greenberg, 2002).  In  this  article, however, we will  concentrate on  the  information on 
identity that trustors particularly value to assess a trustee’s professional trustworthiness in the initial phase of 
a virtual project team. 
RUNNING HEAD: The Mind’s Eye on Personal Profiles 
PREPRINT: April 2011 
  5
In  the  initial  phases  of  collaboration  a  ‘sense  of  the  identity  of  others’  in  the  environment  could  be 
supported  by making  relevant  signs  and  signals  available  through  pre‐structured  communication  templates 
(Aranda et al., 2010; Remidez et al., 2007; Ten Kate, 2009). These templates should then be designed so as to 
contain those information elements that provide personal information useful to assess the trustworthiness of 
the template owner. Examples of information elements are ‘name’, ‘photo’, ‘hobbies’, ‘job title’ and so on.  
If one knew what  information  trustors value most  to  inform  their  trustworthiness assessments and how 
this  relates  to  trustworthiness  antecedents,  one  could  provide  a  pre‐structured  template  to  facilitate  the 
availability  of  this  information  (Rusman  et  al.,  2009).  However,  it  is  still  unclear  what  specific  personal 
information trustors value most and why. We do know that personal  information can facilitate the growth of 
interpersonal  trust  (Zolin  et  al.,  2003;  Feng  et  al.,  2004),  but  we  do  not  know  what  specific  information 
supports trustworthiness assessments. First steps  in the research on the significance of  information elements 
have been made by Ten Kate (2009) and Berlanga et al. (2011). They explored in the context of social network 
sites  (SNS)  which  elements  of  profile  templates  were  used  to  present  one  or  perceive  another.  Still,  the 
information elements originally displayed  in  these  templates were  likely chosen by designers at  the  senders 
end  of  the  computer‐supported  communication  process  and  not  specifically  grounded  in  the  cognitive 
processes at  the  receivers’ end. Furthermore,  the  context of a  social network  site may differ  from a virtual 
project  team  as  their  objectives  are  different.  In  addition,  virtual  teams  have more mechanisms  for  social 
(institutional)  control  on  the  reliability  of  personal  information  displayed  than  SNS,  as  team members  are 
embedded in existing organizations. 
Recently,  Aranda  et  al.  (2010)  identified  profile  information  elements  of  co‐workers  that  virtual  team 
members  considered  useful  to  have  available.  Respondents  were  asked  to  rate  the  degree  to  which 
information  elements were  already  known  and/or  useful. Based  on  the  scores,  information  elements were 
classified  in  6  categories,  ranging  from  ‘high  usefulness‐usually  (un)known’  to  ‘low  usefulness‐usually 
(un)known’. This results in the identification of information elements that are considered useful to be displayed 
in a profile of virtual  team members and not yet known. However,  in  this  study  the  rationale behind  these 
preferences still remains unclear: why are especially these elements considered useful? 
The  selection  of  information  elements  for  pre‐structured  templates  is  still  a  ‘best  guess’  rather  than  a 
decision  grounded  in  trustors’ preferences  and  cognition.  The  focus of  the present  study  is on  information 
elements relevant to inform trustors professional trustworthiness assessments in virtual teams. When trustors 
RUNNING HEAD: The Mind’s Eye on Personal Profiles 
PREPRINT: April 2011 
  6
form an initial impression of trustees’ trustworthiness, several factors interplay (Rusman et al., 2010). A trustor 
looks at the specific situation and the specific properties of a trustee, and is influenced by her mood as well as 
her  trust disposition.  To  gauge whether  a  trustee has  certain  trust‐warranting properties,  a  trustor  collects 
information as cues for these properties. Although according to implicit personality theory people use different 
information elements as cues (Arnold, Cooper, & Robertson, 1998), we assume these elements overlap, that is, 
there are elements many people use. Furthermore, we hypothesize that trustors seek specific information that 
best  matches  their  cognitive  schema  of  trustworthiness  antecedents.  This  schema  guides  their  search  for 
information  that can  function as cues  for  trust‐warranting properties of a  trustee. We  test whether  trustors 
value particular information elements that provide cues to determine whether someone is trustworthy. Some 
information elements may be valued more because they provide  information for more than one antecedent. 
For  example, one’s  education  could  address  ability  as well  as  consistency  and  responsibility. Also,  from  an 
economy principle, people may prefer single information elements that provide cues for multiple antecedents. 
Certain  information  elements will  then  have  an  increased  ‘weight’  in  a  trustworthiness  decision. However, 
people  might  also  value  information  elements  which  provide  ‘unique’  information  related  to  a  specific 
antecedent.  
 
Therefore, we try to answer the following research question: 
Do trustors value most those information elements that provide them with (relevant/multiple/unique) 
cues for specific trust‐warranting properties? 
 
The answer to this question provides insight in the rationale behind information preferences, which can guide 
the design of profile templates as well as ice‐breaking activities in both face‐to‐face as well as virtual teams. 
2. Method 
A  questionnaire  was  used  to  collect  data  on  common  information  element  prefe‐rences  to  inform 
trustworthiness assessments as well as the rationale behind these preferences. We first identified the 15 most 
commonly selected information elements. Based on this ranked list, we analyzed the explanations respondents 
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gave for their preferences with the help of a coding scheme (see Appendix A) grounded in a cognitive model of 
professional trustworthiness. 
2.1. Participants 
Data were collected among bachelor  level students, enrolled  in a research course  in the Educational Sciences 
programme at the Ghent University. 226 students (mean age = 18,2 years, SD= 1,85; 93% of whom were female 
and 7% male.) filled out the questionnaire: 99 % of the respondents had previous experience with collaboration 
in a face‐to‐face project team, either  in a (part‐time)  job or during their study. 95 % had previous experience 
with collaboration in a virtual project team. 88% of the respondents had experience with online conversations 
with people they had never met before. The majority of online conversations took place via text‐based media 
only, either via chat and/or e‐mail (78%) or in combination with short text messages (texting) (9%). 
2.2. Instrument 
The questionnaire consisted of two parts and contained open as well as closed questions  in the respondents’ 
native tongue (Dutch). The first part questioned res‐pondents on the information elements they valued most to 
inform their trustworthiness assessments. It consisted of a brainstorm followed by a rating of elements (useful 
to  inform  their  assessment/practical  for  collaboration)  from  a  pre‐defined  list.  The  second  part  aimed  to 
provide insight in the rationale behind these preferences. In this paper we restrict ourselves to the analysis of 
the  second  part.  Here,  participants  selected  the  10  most  important  information  elements  to  inform  their 
trustworthiness  assessments  from  all  elements  obtained  in  the  first  part  of  the  questionnaire.  They  were 
instructed to justify their choices by explaining what ‘facts’ they thought they could derive from an information 
element and why this was important to inform their trustworthiness assessments. 
2.3. Procedure 
The participants  filled out  the questionnaire after a short presentation  that clarified our definition of virtual 
project teams and that showed some examples. The presentation also discussed the role of interpersonal trust 
for collaboration and the objectives of the questionnaire. At the start of the questionnaire, respondents were 
prompted by a scenario in which they acted as a member of a new European project, which required them to 
RUNNING HEAD: The Mind’s Eye on Personal Profiles 
PREPRINT: April 2011 
  8
collaborate  in a virtual project  team. They were  told  that  they had  to  form a  first  impression of  their  team 
members’ trustworthiness by selecting the  information element that  in their opinion mattered most for their 
trustworthiness assessments. Respondents were told that the responses to this questionnaire would be kept 
anonymous  and  that  it would  take  about  30 minutes  to  complete  this  part  of  the  questionnaire.  Table  1 
provides an example (translated) of the collected responses. 
   
[INSERT TABLE 1 ‘Example response’ ABOUT HERE] 
2.4. Data analysis 
We first identified the 15 information elements that were most commonly mentioned as highly informative for 
trustworthiness assessments. Secondly, all explanations linked with this top 15 were gathered and coded with 
the help of a coding scheme. The coding scheme was derived from a theoretical framework for  interpersonal 
trust building in virtual teams, called TrustWorthiness ANtecedent schema (TWAN) (Rusman et al., 2010). Some 
categories were added to allow for explanations which were not directly related to trust building, or that were 
examples of antecedents of interpersonal trust or trustworthiness not yet mentioned in any of the predefined 
categories  (see  Appendix  A). We  coded  1) whether  trustors’  explanations  of  their  information  preferences 
match  with  the  trust  warranting  properties  of  a  trustee;  2)  whether  and  how  they  adhere  to  the  trust 
formation process in general or 3) whether they are not related to interpersonal trust at all. Here we report the 
results of the first part of the coding scheme, the complete scheme is available in Appendix A. 
Each  explanation was  considered  as  a  coding unit  (Miles, & Huberman, 1994), multiple different  codes 
were  allowed.  Two  raters  individually  coded  10 % of  the  explanations with  the help of  the  coding  scheme 
(Neuendorf, 2002). The  interrater‐reliability  (Cohen’s Kappa) was 0.79 for the coding with the TWAN schema 
only  and  0.73  for  the  coding  with  the  complete  coding  scheme.  According  to  Fleiss  (1981),  this  can  be 
considered a good (0.6‐0.75) to excellent (> 0.75) interrater‐reliability. The remaining responses were analyzed 
by one rater only. 
Not all respondents provided explanations of their information preferences. We counted the possible‐to‐code 
explanations per  information element and expressed the frequencies of  ‘code‐use’  in percentages relative to 
this number of explanations. 
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3. Results 
We received 2251 open entries from 226 respondents, of which 1882 entries were genuine rankings and 369 
(16%)  entries  could  not  be  used  as  respondents  did  not  correctly  follow  the  instruction,  and  selected  and 
described fewer than 10  information elements. In total, 106 different  information elements were selected by 
respondents. 9 of them were not in the pre‐defined list which respondents had available, but resulted from the 
brainstorm. Examples are ‘stress immunity’, ‘computer skills’ and ‘meeting skills’. Table 2 shows an overview of 
the 15 most selected information elements and the number of explanations acquired for these preferences. 
 
[INSERT TABLE 2 ‘The 15 most selected information elements and acquired explanations’ ABOUT HERE] 
 
Competence  (40%), Commitment  (26%), Responsibility  (17%), Availability  (12%) and Communality  (7%) were 
the most frequently mentioned antecedents of professional trustworthiness across all explanations given with 
the 15 most selected  information elements  (percentages are expressed  relative  to  the  total number of used 
codes). Table 3 gives some literal example quotes of the top 3 antecedents mentioned with regard to different 
information elements. The first and second example also illustrate how a single explanation can be coded with 
more  coding  categories,  since  they  contain elements of  competence as well  as of  the  route  through which 
information was obtained. 
 
[INSERT TABLE 3 ‘Example quotes’ ABOUT HERE] 
 
Respondents  also mentioned  various other  antecedents  (11%), which were not part of  the  trustworthiness 
antecedent  schema,  such  as  stubborn,  enterprising,  creative,  flexible,  respectful,  independent/autonomous, 
enthusiastic and cheerful.  
 
Table 4 provides an overview of the code frequencies expressed in terms of percentages calculated relative to 
the  number  of  explanations  obtained  for  each  information  element. Different  codes  per  explanation were 
possible,  which  explains  why  sums  of  percentages  exceed  100.  The  percentage  indicates  how  often 
respondents mentioned one of the antecedents in the explanations for their information element preferences. 
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For  example,  if  we  look  at  the  first  column  and  row  of  the  table,  respondents  refer  to  the  antecedent 
‘availability’ as a rationale for their preference of the information element ‘personality traits/character’ in 4% 
of the explanations provided with this information element. As the current interest is in the relation between 
the preference of  information elements and  the rationale behind this preference, antecedents mentioned  in 
more than 10% of the provided explanations are highlighted.  
For most  information elements, respondents used explanations  in which they referred to the concepts of 
the  trustworthiness antecedent  schema.  Looking at  the number of antecedents mentioned more  frequently 
(>10% = shaded table cells) as a rationale for information preferences, for all information elements at least two 
antecedents per information element are mentioned more frequently compared to others, although they refer 
to different antecedents. For example, for the information element ‘personality traits’, respondents mention 7 
antecedents in more then 10% of their explanations as a rationale, namely caring, commitment, competence, 
consistency,  openness,  persistence  and  receptivity  (next  to  a  relatively  large  number  of  various  additional 
antecedents).  This  indicates  that  respondents  generally  expect  the  information  element  ‘Personality 
traits/character’ to contain useful  information to assess professional trustworthiness on several antecedents. 
Two  of  these  antecedents,  namely  ‘caring’  and  ‘receptivity’  were  not  mentioned  frequently  in  other 
explanations of  information element preferences,  indicating  this  information element can also  function as a 
‘rare’,  although not unique  (in  the  sense of  a 1‐to‐1  relation),  cue  for  a property. Only  for  the  information 
element  ‘photo’  (nr.  10)  no  clear  relationship  with  any  trustworthiness  antecedent  was  obtained.  Several 
antecedents were not at all mentioned as a rationale in the explanations of the 15 most commonly preferred 
information elements, respectively discreteness, fairness and loyalty. 
 
[INSERT TABLE 4 ‘Code frequencies expressed as percentages of the number of obtained explanations’ 
ABOUT HERE] 
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4. Conclusion and discussion 
Results  indicate  that  trustors  value  information  elements  that may  reveal  information  that  corresponds  to 
multiple properties of a trustworthy person (as represented in the trustworthiness antecedent schema) most. 
Although  each  trustor  in  principle  uses  various  and  often  different  information  elements  to  assess  the 
professional trustworthiness of colleagues, there is quite some overlap in information element preferences as 
well as their underlying rationale.  
Participants seem to select information elements that provide multiple cues for multiple antecedents. We 
could  not  find  proof  for  the  hypothesis  of  the  uniqueness  of  information  elements  as  cues;  indeed, most 
information  elements  functioned  as  cue  to  more  than  one  trustworthiness  antecedent.  This  could  be  an 
indication  of  an  ‘information  efficiency’  strategy  of  trustors,  resulting  in  their  preference  of  elements  that 
provide cues for more than one trustworthiness antecedents. Conversely, some patterns between information 
elements and antecedents could also be  identified. For example,  there seem  to be strong relations between 
each  of  the  information  elements  ‘work  experience’,  ‘education’,  ‘age’,  ‘language  skills’, 
‘occupation/function/role/job’  and  the  antecedent  ‘competence’  in  comparison  to  the  other  information 
elements  and  antecedents.  Likewise,  stronger  relations  can  be  seen  between  the  elements  ‘personal 
motivation’, ‘ideas in relation with a project’ and the antecedent ‘commitment’. Results also reveal that not all 
information  preferences  can  be  explained with  the  cognitive  schema  of  trustworthiness:  some  information 
elements, such as a photo, seem to be selected because they provide trustors with a certain ‘feel’ for a trustee. 
These explanations were principally coded as PERI, a code which refers to an intuitive and affective impression 
that contributes to the trust formation process. 
Another interesting result is that often‐used information elements, such as ‘name’, hardly seem to matter 
for professional  trustworthiness assessments.  Information elements most  likely  fulfill different  functions and 
this element may merely function as an identity or reference tag, to distinguish between and to address people 
(‘the flag on the ship’). Apparently,  it does not carry weight  in a trustworthiness assessment, although  it can 
fulfill  other  functions.  Rusman  et  al.  (2011)  identified  information  elements  that  were  both  identified  as 
practical as well as relevant for professional trustworthiness assessments, such as  ‘availability during project’ 
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and  ‘language  and  language  proficiency’.  Another  possibility  is  that  people  unconsciously  consider  some 
information  as  something  that  is  ‘known’,  as  in  Aranda’s  et  al.  (2010)  classification,  and  therefore  are 
disregarded as being influential for their judgment. 
When  looking  at  the  overall  TWAN  schema  (Appendix  A),  especially  the  antecedents  of  competence, 
commitment,  responsibility,  availability  and  communality were most  often  referred  to  as  rationales  in  the 
provided explanations. However, in contrast with the expectance, respondents did not refer to all antecedents 
of  the  TWAN  model:  Discreteness,  fairness  and  loyalty  and  sharing  were  not  mentioned  at  all  in  the 
explanations provided with the top 15 most preferred information elements. This could be a result of the focus 
on the initial phase of trust formation, in which some antecedents can be assessed more easily then others. It 
might also indicate that some antecedents are emphasized more than others, depending on the collaborative 
stage, when assessing professional trustworthiness. 
In summary, practical implications of this study are twofold. First, insight in the rational behind information 
preferences  can  guide  the  design  of  artefacts  to  become  acquainted  and  to  inform  trustworthiness 
assessments  in virtual  teams, such as profiles. Second,  the coding scheme could also  function as an analysis 
framework for interpersonal trust related problems in teams. Further research is needed to verify whether the 
scheme can indeed fulfill this function. Future research should also target the further analysis of the qualitative 
data from the perspective of the other coding categories included in Appendix A, such as the characteristics of 
the  trust‐requiring  situation,  routes  through  which  information  is  acquired  and  the  different  trust 
manifestations, to gain further insight in the professional interpersonal trust construct, from a ‘state’ as well as 
a ‘process’ perspective. 
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Appendix A ‐ Coding Scheme Interpersonal Trust Formation 
1. Antecedents of cognitive schema of professional trustworthiness (AT) 
 
1.1 Communality (COM): 
Personal characteristics which the trustor has in common with the trustee. This can be any shared characteristic, 
like a similar goal they want to achieve, shared language use, common identity characteristics or shared values. 
Even trivial ones, like a shared hobby or the same type of pet they have, can contribute to this category. 
1.2 Ability (ABIL): 
Capability of a trustee, determined by knowledge, skills and competences, which enables to perform tasks within 
some specific domain. Includes the extent to which a person seems:  
knowledge (KNOW)  To recall facts, concepts, principles and procedures within certain domains 
skills (SKIL)  to have acquired a proficiency in the execution of operations to achieve a certain 
goal state 
competence (COMP)  capable to act properly and with a good result while solving problems in a 
complex, real‐life environment, using and integrating ones personal 
characteristics, experience, knowledge, and skills 
1.3 Benevolence (BEN): 
The perceived level of courtesy and positive attitude a trustee displays towards the trustor. Includes the extent to 
which a person seems: 
willingness to help (HELP)  to give support in situations in which it is needed 
availability (AV)  approachable and reachable for another person 
sharing (SHA)  not to keep (re) sources to him/herself and to give access to them to other people 
Faith in intentions (FI)  to act in another person’s interest and does not exploit this person when 
vulnerable 
receptivity (REC)  interested in another person’s ideas and feelings, listen to them and take them 
into account while acting  
friendliness (FRI)  Friendly and easy to get along with 
openness (OPEN)  to reveal oneself, in terms of personality and thoughts, to another person 
caring (CA)  concerned about other people interests 
commitment (COMIT)  dedicated to,motivated for and engaged with something 
1.4 Internalized norms (INTNO): 
The intrinsic moral norms a trustee guards his actions with. These differ from benevolence in that they are 
directed towards others in general, rather than toward a specific trustor. 
Includes the extent to which a person seems: 
integrity (INT)  sincere and cannot be corrupted, to be true to ones personal norms and values 
discretion (DISC)  to keep sensitive information confidential 
honesty (HON)  not to mislead or lie to others 
fairness (FAIR)  to treat people equal 
loyalty (LOY)  to respect and to be true to another person 
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1.5 Accountability (ACC): 
The degree to which a person is liable and accountable for his/her acts and meets expectations of another person. 
Includes the extent to which a person seems: 
reliability (REL)  to follow up on any appointments and commitments made and shows adequate 
judgment to act in encountered situations 
consistency (CONS)  to display consistent character traits and predictable behaviour 
persistence (PER)  stable in formed intentions to complete a task, independent of difficulties 
encountered 
responsibility (RES)  to accept part of the work load and uses his/her ability to accomplish a task 
1.6 Other antecedent (OTHA): 
Any other antecedent of trustworthiness mentioned by a respondent, for example ‘initiative’ 
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Tables 
Table 1. Example response 
Preferred information element   Facts which can be derived 
from this information 
element 
Explanation of preference 
Personal motivation for project  Reason for participation; 
expectation(s) of project 
You get to know whether you 
are on the same wavelength. 
Do you have the same 
expectations? 
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Table 2. The 15 most selected information elements and acquired explanations 
Information element  Frequency 
(times selected by 
respondents) 
Codable 
explanations 
Personality traits/character  124  112 
Work experience  118  108 
Personal motivation for project  117  106 
Education/studies/training/diplomas  94  84 
Age/date of birth  87  78 
Availability during project/agenda  82  76 
Recommendations/references/reviews by third parties  74  62 
Project work experience  67  59 
Language/language proficiency/language skills  66  62 
Photo (formal/informal)  65  64 
Interests/hobbies  60  56 
Family situation/marital status  54  50 
Ideas in relation to project  49  39 
Occupation/function/role/job  49  46 
Nationality  47  43 
TOTAL  1153  1045 
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Table 3. Example quotes 
Antecedent  Example quotes with adjoining information element 
Competence  “I will perceive someone with more work experience as more reliable as this person will probably 
do his job well when he could work for several years within a company and he will also, through 
experience, know more” (work experience) 
“An older person has more work experience and if he/she is selected to participate in the project 
he/she has proven to be reliable” (age/date of birth) 
“How well one can manage languages, positive or negative. It is important to master some 
languages to advance communication, especially in an international project” (language 
proficiency) 
Commitment  “Number of professions someone had. Rising functions relative to their age. If someone works his 
way up, he will also spend more time and energy in the project, therefore you can count on this 
person” (work experience) 
“Why someone participates in a project. If someone participates involuntary, he/she will 
probably be less motivated than someone who participates voluntarily” (personal motivation) 
Responsibility  “You will know whether someone will dedicate him/herself [to the project] and of what one is 
capable of. Someone who makes sincere choices is more reliable in accomplishing the task. 
Someone with ambition already proved that he/she is suitable.” (personal motivation) 
“Someone older has usually more life and work experience. Therefore he/she can also take more 
responsibility and is autonomous” (age)  
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Table 4. Code frequencies expressed as percentages of the number of obtained explanations 
 
