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1. Einleitung
Diese Guideline soll Hilfestellung für die Langzeitarchivierung von Daten 
und Objekten im Kontext des Publikations- und Forschungswesens bieten. 
Sie ist ausdrücklich nicht für den Kontext der Compliance anwendbar. Sie 
soll dazu ermächtigen, die richtigen Fragen zur Auswahl der für die eigene 
Institution geeigneten Langzeitarchivierungs-Lösung zu stel len und bei der 
Entscheidung für eine System-Lösung behilflich sein.
Langzeitarchivierungssysteme werden hier als Systeme verstanden, die 
im Workflow hin ter einem Repositorium stehen, in dem digitale Objekte 
und ihre Metadaten gespeichert und angezeigt werden sowie recherchier-
bar sind.
Allfällige Begriffserklärungen finden Sie im Glossar des Clusters C (Auf-
bau eines Wissens netzwerks: Erarbeitung eines Referenzmodells für den 
Aufbau von Repositorien / Themen bereich Terminologie und Standards).
2. Beweggründe
Warum will ich Langzeitarchivierung (LZA) betreiben? 
An erster Stelle sollten Sie sich über die Beweggründe, Langzeitarchivierung 
betreiben zu wollen, im Klaren sein:
– Gibt es externe (z.B. gesetzliche/rechtliche/vertragliche) oder inter-
ne (z.B. Auftrag des Rektorats) Vorgaben zur Archivierung (Pflichte-
xemplare, evtl. Verwaltungs daten, Nachlässe, Vorlässe, Verträge mit 
Fördergebern)?
– Herrscht bei allen Stakeholdern übereinstimmendes Bewusstsein 
über die Not wendigkeit von LZA?
Dieses Werk ist lizenziert unter einer 
Creative-Commons-Lizenz Namensnennung 4.0 International
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„Langzeitarchivierung ist gekennzeichnet durch einen nicht näher 
bestimmten Zeitraum, der in einigen Fällen Jahre, in anderen Jahrzehnte 
oder Jahrhunderte betragen kann. In diesem Zeitrahmen verändern sich 
nicht nur die Dateiformate, sondern auch die Anwendungsprogramme, 
Betriebssysteme und die Speicher medien.“1
3. Datenerhebung
Was will ich langzeitarchivieren?
Welchen Content (Inhalt, Medientypen, Daten etc.) habe ich? 
Verschaffen Sie sich einen Überblick, welche digitalen Inhalte an Ihrer In-
stitution vorhanden sind.
– Publikationen
– Hochschulschriften (wissenschaftliche Abschlussarbeiten)
– Digitalisate alter Handschriften, Bücher, Zeitschriften, Umschlag-
bilder etc.
– Künstlerische/audiovisuelle Werke
– Digitale Materialien der Architektur und des Industrial Design (Ent-
würfe mit CAD)
– Angekaufte elektronische Ressourcen: E-Books, E-Journals, Daten-
banken
– Web-Seiten
– Forschungsdaten 
– Sonstiges
Forschungsdaten sind Daten, „die im Zuge wissenschaftlicher Vorha-
ben z. B. durch Digitalisierung, Quellenforschungen, Experimente, Mes-
sungen, Erhebun gen oder Befragungen entstehen.“2
Welcher Content (Inhalt, Medientypen, Daten etc.) wird in Zukunft auf mich 
zukommen? 
Versuchen Sie herauszufinden, welche zusätzlichen Inhalte künftig an Ihrer 
Institution ge sammelt werden sollen.
– Forschungsdaten
– …
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Für welchen Content suche ich ein System zur Langzeitarchivierung? 
Überlegen Sie, welche der vorhandenen Inhalte tatsächlich langzeitarchi-
viert werden sollen.
– Für welchen Content gibt es andere Lösungen? (z.B. eRessourcen)
Lizenzpflichtige Datenbanken/e-journals, welche nicht in der Institution 
archiviert werden sollen, können über Serviceprovider archiviert werden 
(z.B. JSTOR).
 
4. Formate
Welche Formate habe ich? 
Erstellen Sie eine Liste mit den Formaten, in denen der an Ihrer Institution 
vorhandene Content vorliegt. Beachten Sie dabei, welche dieser Formate 
proprietär sind.
– Textdokumente (z.B. DOC, ODF, PDF, TXT etc.)
– Strukturierter Text (z.B. HTML, JSON, TEX, XML etc.)
– Tabellenarbeitsblätter (z.B. CSV, ODS, XLS, SAS, Stata, SPSS etc.)
– Datenbanken (z.B. MS Access, MySql, Oracle etc.)
– Grafiken/Bilder (z.B. JPEG, SVG, PNG, GIF, TIFF etc.)
– 2D- und 3D-Entwürfe mit CAD (z.B. STL, IFC, DXF, DWF, VDA-FS, 
IGES, STEP etc.)
– Audio (z.B. MP3, WAV, AIFF, OGG etc.)
– Video/Film (z.B. MPEG, AVI, WMV, MP4 etc.)
– Quellcode (z.B. CSS, JavaScript, Java etc.)
– Konfigurationsdaten (z.B. INI, CONF etc.)
– Software Applikationen
– Sonstiges
Sind diese Formate für die Langzeitarchivierung geeignet, d.h. ent sprechen sie den 
Standards für die Langzeitarchivierung? 
Für die digitale Langzeitarchivierung sind grundsätzlich geeignete Datei-
formate zu wählen. Sie müssen langfristig eine originalgetreue Repro-
duktion der Archiv daten sowie ausgewählter Merkmale des ursprüng-
lichen Dokumentmediums (z. B. Papier format, Farben, Logos, Seiten-
zahl, Wasserzeichen, Unterschrift) ermöglichen.3
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Will ich nur bestimmte Formate für die (zukünftige) Langzeitarchivierung zulassen 
und welche? 
Bitte beachten Sie: Je weniger unterschiedliche Formate verwendet wer-
den, desto einfacher ist die LZA; offene Formate sind proprietären vor-
zuziehen; manche Datei typen sind anfällig für Schadsoftware aller Art.
5. Volumen
Welche Gesamtgröße (bezogen auf den Speicherplatz) haben die derzeitigen 
Daten, die archiviert werden sollen? 
Schätzen Sie anhand ihrer bisherigen Aufzeichnungen ab, welcher Spei-
cherbedarf derzeit benötigt wird.
Wie groß wird der geschätzte jährliche Zuwachs sein?
Hilfe bei der Abschätzung des jährlichen Zuwachses: Wieviel wird jähr-
lich an der Insti tution publiziert bzw. an Forschungsdaten erhoben, wie-
viel Prozent davon sollen archiviert werden?
Je nach Gesamtgröße und geschätztem Zuwachs muss das System in 
einem ange nom menen Zeitraum diesem Datengesamtvolumen perfor-
mant gewachsen sein.
Wo werden die Daten derzeit abgespeichert? 
Verschaffen Sie sich einen Überblick, wo der Content Ihrer Institution ge-
speichert wird.
– Zentral auf einem Server der Institution
– Bei einem externen Datenzentrum
– Bei einem Cloud-Service
– Lokal auf einem persönlichen Rechner
– Auf einer externen Festplatte/auf einem USB-Laufwerk
– Auf CDs/DVDs
– Auf Magnetbändern
– Direkt am Gerät/Instrument
– Sonstiges
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6. Metadaten I
Für die Migration von Daten in ein neues System ist es notwendig zu wis-
sen, welche Meta daten bereits vorhanden sind und aus welchen Informa-
tionen neue Metadaten generiert werden könnten.
Werden die Daten in der Regel beschrieben, d.h. liegen bereits Metadaten vor?
– Ja, unter Verwendung geeigneter Standards.
– Ja, individuell und einheitlich.
– Ja, individuell und nicht einheitlich.
– Nein.
– Ich weiß es nicht.
– Sonstiges.
Gibt es bereits eine für die Institution allgemein gültige Konvention der Datei-
benennung?
Für die Ableitung von Metadaten aus Filebenennungen ist eine Konven-
tion von Vorteil. In einem LZA-System ist dringend empfohlen, dass Da-
teinamen eindeutig (unique) sind.
7. System-Auswahl
Gibt es an meiner Institution bereits ein Institutionelles Repositorium (IR)?
– Will ich dieses Repositorium weiterführen?
– Kann ich es um die Funktionalität der LZA erweitern?
– Wie kann ich es in den Workflow einer davon unabhängigen LZA-
Lösung einbin den?
– Will ich dieses IR durch eines mit LZA Funktionalität ersetzen?
– Wie kann ich die Daten in das neue System migrieren?
 
Grundsätzliche Anforderungen an ein Langzeit archivierungs-System 
Die wichtigsten Anforderungen an ein Langzeitarchivierungs-System sind 
im ISO-Standard des OAIS-Modells beschrieben.
Weist das System verbindlich OAIS-Konformität auf?
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Das Open Archival Information System ist ein Referenzmodell für ein 
dynamisches, er weiterungsfähiges Archivinformationssystem. Als ISO-
Standard 14721:2012 veröffent licht, ist es der wichtigste Standard für 
digitale Langzeitarchivierung.4
Datensicherheit
Unter Datensicherheit fallen drei Aspekte: physikalische Sicherung (Bit-
stream Preserva tion), Schutz vor unberechtigten Zugriffen und Manipula-
tionen, Verwendbarkeit veralte ter Datenformate.
– Welche Unterstützung bietet das System zur Erkennung veralteter 
Datenformate und für Migrationsszenarien?
– Gibt es ein Monitoring / Alert-System zur Datenerhaltung? Hat das 
LZA-System einen Mechanismus zur Prüfung der Datenintegrität?
– Wie wird die Sicherheit meiner Daten gewährleistet? (z.B. redun-
dante Datenhal tung, standortübergreifende Replikation, Hashvali-
dierung)
– Werden die Daten vor Manipulation durch Dritte geschützt? (z. B. 
Prüfung auf Schadsoftware, etc.)
– Werden die Archival Information Packages (AIP) in einem compu-
terlesbaren, offe nen und standardisierten Format (z.B. METS) be-
schrieben?
Dadurch wird sowohl die Recovery-Möglichkeit, als auch die Search/Re-
trieve Funktionalität erleichtert.
Sollen Daten nur gespeichert oder auch zugänglich gemacht werden? 
Überlegen Sie, wer, in welcher Form Zugriff auf die digitalen Inhalte haben 
soll.
– Nur Langzeitarchivierung
– Langzeitarchivierung und Webpräsentation (mit Viewer) 
– Öffentlich zugänglich oder geschlossener Benutzerkreis
Wenn das Langzeitarchivierungs-System keine Präsentationskomponen-
ten aufweist, müssen entsprechende Schnittstellen für die Anbindung 
eines externen Viewers vor handen sein.
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Software-Modelle / Welches Implementierungs-Modell kommt für mich in Frage?
Es gibt unterschiedliche Software-Modelle: 
– Proprietär oder Open Source
– Onsite oder Software as a Service (SaaS)
– Kauf oder Eigenentwicklung
– Mischformen
Entscheiden Sie anhand der nachfolgenden Fragen, welches der vier Mo-
delle für Ihre Institu tion am besten geeignet ist. Vorweg einige innerbe-
triebliche Fragen, die Möglichkeit der Auswahl mitbestimmen.
Innerbetriebliches
– Gibt es eine institutionelle Strategie (Vorgabe) für die Verwendung 
bestimmter Lizenz- oder Implementierungs-Modelle?
– Existieren gesetzliche oder institutionelle Vorschriften, die beim Ein-
satz der Technik berücksichtigt werden müssen (z. B. vorgeschrie-
bene Betriebssysteme, Bestimmungen zu Off-site Datenhaltung, 
etc.)?
– Ist Mandantenfähigkeit (mehrere Mandanten/Kunden auf einem 
Server/System) nötig?
– Habe ich ausreichend technisches Knowhow sowie personelle und 
zeitliche Ressourcen im Betrieb?
 – Für Entwicklung und eigenen Betrieb von Software:
	  • SystemadministratorInnen
	 	 •	Entwicklungsabteilung 
	 	 •	SystemarchitektInnen
 – Für Installation und Betrieb von extern entwickelten Open Source 
Produk ten:
	 •	SystemadministratorInnen
	 •	eventuell EntwicklerInnen
 – Für Betrieb von kommerzieller Software:
	 •	SystemadministratorInnen
 – Für Betrieb von Software as a Service:
	 •	SystemadministratorInnen
 – Für eigene Programmierung zur Nutzung von Schnittstellen:
	 •	EntwicklerInnen
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Wichtige Kriterien für die Auswahl des Implementierungs-Modells
Je nachdem, für welches Modell Sie sich entscheiden, beachten Sie bitte 
folgende Punkte.
Kommerzielle Produkte
– Kann ich das Produkt „Out-of-the-Box“ einsetzen oder benötige ich 
zusätzliche Entwicklung?
– Gibt es eine Community für das Produkt?
– Wie garantiert die Firma die Weiterentwicklung des Produkts?
– Welches Lizenz-Modell wird angeboten?
– Wie ist der Support gestaltet? Können Änderungsvorschläge einge-
bracht werden?
– Wie zugänglich bzw. intransparent arbeitet das System? Wie kann/
muss man ein greifen?
– Welche Konfigurationsmöglichkeiten werden geboten?
– Was besagen die Vertragsdetails hinsichtlich Service-Level-Agree-
ment (SLA), Antwort zeiten bei Supportanfragen, etc.?
– Gibt es ein Exit-Szenario?
– Wird der Quellcode der Software an mich übergeben, falls das Un-
ternehmen auf gelöst werden sollte (Konkurs, Übernahme, etc.), und 
kann ich den Quellcode ohne Einschränkungen weiterentwickeln?
– Wie vertrauenswürdig ist die Firma?
– Gibt es Referenz-Anwendungen, die ich ansehen bzw. kontaktieren 
kann?
LZA as a Service
– Welche  Bandbreite wird benötigt, um vernünftige Übertragungsge-
schwindigkeiten gewährleisten zu können?
– Welche Garantien in Bezug auf Ausfallsicherheit, Sicherheit vor 
Fremdzugriff und Datenintegrität kann mir der Dienstleister bieten?
– Langfristigkeit der Partnerschaft: Ist der Dienstleister eine öffent-
liche Institution oder ein Privatunternehmen?
– Was passiert, falls das Unternehmen aufgelöst wird? (Kann der 
SaaS-Betrieb an eine andere Firma weitergeben werden oder kann 
ich ihn selbst fortführen?)
– Gibt es Erfahrungswerte mit dem Dienstleister an einer anderen In-
stitution?
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Offene Modelle
– Kann ich das Produkt „Out-of-the-box“ einsetzen oder benötige ich 
zusätzliche Entwicklung?
– Gibt es eine Community, die gemeinsam an der Weiterentwicklung 
arbeitet?
– Welches Lizenz-Modell wird geboten?
– Wie hoch ist der Aufwand, das Open Source Modell an meine Be-
dürfnisse anzu passen?
– Gibt es kommerzielle Anbieter, die Entwicklungsarbeit anbieten?
– Gibt es Widersprüche zu den internen Vorgaben bezüglich Program-
miersprachen, bestehenden Systemen, Betriebssystem, etc.?
Weitere Auswahlkriterien
Die folgenden Kriterien treffen auf alle Implementierungs-Modelle (kom-
merzielle Installation, Service, Open Source) zu.
Allgemein 
– Gibt es Referenz-Implementierungen aus vergleichbaren Instituti-
onen und mit ver gleichbaren Datenmengen? Kann ich diese se-
hen?
– Welche Sprache wird für die Kommunikation mit den Herstellern 
benutzt und welche Kanäle sind dafür vorgesehen?
– Gibt es ein Exit-Szenario? (Wie komme ich an alle meine Daten he-
ran?)
– Gibt es eine ausreichende technische Dokumentation für das LZA-
System bzw. die Hardware?
– Wie zugänglich bzw. intransparent arbeitet das System? 
– Kann/muss man eingreifen?
– Welche Konfigurationsmöglichkeiten werden geboten?
Technische Fragen
– Wie hoch kann das LZA-System bzw. die Hardware skaliert werden 
(Datenmenge, Anzahl gleichzeitiger NutzerInnen bzw. Prozesse, 
etc.)?
– Gibt es ein Monitoring-System, das AdministratorInnen über kri-
tische Abläufe oder Fehler benachrichtigt?
– Welche Hardwareressourcen benötigt das System?
– Welche Datenbanken und Betriebssysteme unterstützt das LZA-Sy-
stem?
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– Welche Daten habe ich und wie groß muss der Speicherplatz dafür 
bemessen werden? Ist der Speicherplatz inhouse oder extern? Spei-
cherplatz für Replikation? 
– Lassen sich die archivierten Inhalte auf unterschiedliche Speicher-
klassen (Storage Tiers) aufteilen?
– Muss zusätzliche lokale Entwicklungsarbeit geleistet werden (z. B. 
Skripte zur Datenmigration, etc.)?
– Welche Schnittstellen bietet das LZA-System? Entsprechen diese 
Schnittstellen gängigen Standards?
– Welche Bandbreite wird benötigt, um vernünftige Übertragungs-
geschwindigkei ten gewährleisten zu können?
– Codierung (UTF8, ISO, …)
Usability
– Wie bedienungsfreundlich ist die Benutzeroberfläche?
– Ist die Benutzerführung effizient gestaltet?
– Gibt es ein ausführliches Benutzerhandbuch?
– Kann die Benutzeroberfläche gemäß den eigenen Anforderungen an-
gepasst werden?
8. Metadaten II
Müssen im Rahmen der LZA zusätzliche Metadaten generiert werden?5
Metadaten werden üblicherweise diesen Kategorien zugeteilt:
– Technische Metadaten: Auflösung, Dateiformat, Speichermedium 
etc. (z.B. Exif, GeoTIFF)
– Inhaltliche Metadaten: Angabe des Inhalts, Schlagworte, Titel etc. 
(z.B. MODS, LOM)
– Strukturelle Metadaten in Zusammenhang mit anderen Objekten : 
„Teil von“, „Version von“ etc. (z.B. ZB RDF bei der Verwendung von 
standardisierten Prädikaten6, METS)
– Administrative Metadaten: Hersteller, Nutzungsbedingungen, Re-
chte etc. (z.B. METS)
Im Folgenden finden Sie einen Überblick zu Metadatenstandards.
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Empfehlungen zur Verwendung von Metadatenstandards7:
– Der Premis-Standard soll berücksichtigt werden.
– Informationen zu Metadaten: siehe auch Ergebnisse des e-Infra-
structures Austria Clusters „Metadatenkomplex aus nicht-tech-
nischer und technischer Sicht“.
Für Forschungsdaten:
– CERA-2 (Simulationsdaten der Klimaentwicklung)
– FGDC, ISO 19115:2003 (Geodaten, Georeferenzierung von Daten)
– QuakeML (seismologische Daten)
– CDISC (Daten klinischer Studien)
– SDMX (statistische Daten)
– TEI (Geisteswissenschaften)
– DDI (sozialwissenschaftliche Daten)
– ... 8
Für Publikationen: 
– Dublin Core
– METS
– MODS
– MAB
– MARC
– PREMIS
– LMER
– TEI
– XDOMEA
– EAD (Beschreibung von Archivgut)
– EAC (Beschreibung von Provenienzen)
– ...
Für künstlerische/audiovisuelle Werke:
– VRA Core (Visuelle Objekte: Bilder, Filme, Gegenstände...)
– NISO (technische Zusatzinformationen für Bilddateien)
– Exif (technische Zusatzinformationen in Bilddateien von Digital-
kameras)
– CDWA, CDWA Lite (Beschreibung von Objekten der Kunst und 
Kultur)
– IPTC-IIM (Textinformationen in Bilddateien)
– RDF (Beschreibung von Webressourcen)
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Wenn digitale Objekte bereits Metadaten enthalten (z.B. EXIF-Daten in Digi-
talfotografien) => wie erfolgt die automatische Extraktion?
Beachten Sie, dass die automatische Extraktion von Metadaten in der Re-
gel in die Phase der Datenaufbereitung vor dem Ingest fällt.
9. Organisatorisches
Wie bei jedem Projekt gilt es, das organisatorische Umfeld zu beachten! 
(Projektmanagement!!!)
Allgemein
– Gibt es ein Risiko-Management (Ausfallsicherheit, Recovery-Plan, etc.)?
 • Wer ist verantwortlich für die Wiederherstellung der Daten im Feh-
lerfall?
 • Werden manuelle Überprüfungen der archivierten Daten durchge-
führt?
– Wie wird das Projektmanagement aufgestellt?
– Wer erstellt den Anforderungskatalog (Requirements-Engineering)?
– Welche Schulungen sind für wen notwendig?
Personal
– Welche Abteilungen und Personen sind am Archivierungsworkflow 
beteiligt?
– Welche Kompetenzen sind dabei nötig (Vertrautheit mit dem 
Archivierungs system, Fileformaten, Konvertierung/Normalisierung, 
Qualitätskontrolle, Meta daten)?
– Wer ist für die LZA verantwortlich?
– Habe ich ausreichend Personal und Expertise in folgenden Be-
reichen?
 • Metadaten
 • Bestandsmanagement und/oder Preservation Planning
 • Prozessmanagement
 • Projektmanagement
 • Technik
Finanzierung
– Habe ich ausreichende Finanzierungszusagen, auch für die lau-
fenden Kosten?
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– Kann ich (alternativ) Kooperationen eingehen? Welche Kooperati-
onsmodelle gibt es?
– Wieviel Budget steht mir für die Technik der LZA zur Verfügung?
– Werden Kosten intern zw. Abteilung, Instituten, etc. verrechnet?
10. Workflow-Design
Überlegen Sie sich im Vorhinein, wie der Arbeitsablauf zu folgenden Punk-
ten gestaltet werden soll.
– Wie gelangen die Daten ins Archiv?
 • Ausschließlich automatisiert?
 • Können Daten manuell in das System eingebracht werden?
– Wer hat in welchem Umfang Zugriff auf welche Daten (intern vs. 
extern, AIP, DIP, Beschränkungen, etc.)?
– Wie werden Objekte aus dem LZA ausgeschieden? Wie werden Lö-
schungen doku mentiert?
– Wo und wie werden deskriptive Metadaten für die archivierten Ob-
jekte vergeben?
– Wie werden die archivierten Objekte referenziert? Wird ein oder wer-
den mehrere System(e) zur Vergabe von Persistent Identifiern ver-
wendet?
– Wann sollen die Dissemination Information Packages (DIP)9 im 
Workflow gene riert werden?
– Wie, in welchen Intervallen und von wem werden Datenintegritätstests 
(Fixity checks) durchgeführt bzw. die Ergebnisse kontrolliert?
– Muss innerhalb der Institution ein Support für das System eingerich-
tet werden (z.B. internes Ticket-System)?
11. Rechtliche Fragen
Eine gute juristische Unterstützung ist bei der Behandlung von Rechtsfra-
gen empfehlens wert!
– Hat die Institution das Recht, die Daten zu speichern?
– Wer hält das geistige Eigentum an den gespeicherten Daten?
– Gibt es Verträge mit den Urhebern? (z.B. Publikationsverträge). – 
Wie wird das doku mentiert?
– Wird eine LZA-Policy veröffentlicht, die klar ersichtlich die Verwen-
dung der Daten erläutert?
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– Gibt es institutionsinterne Vorgaben und Regeln? (z.B. Verankerung 
der Sammlung von forschungsbezogenen Daten in der Satzung der 
Universität)
– Wie wird die „Ownership“ im System abgebildet?
– Werden bei Veröffentlichung der Daten Lizenzen verwendet (z.B. 
CC-Lizenzen)?
– Gibt es Daten, die speziell gesichert archiviert werden müssen? (Sen-
sible Daten/Datenschutz)
– Gibt es rechtliche Vorgaben zur Zugangsbeschränkung der archi-
vierten Daten (Datenschutz, Urheberrecht)?
– Gibt es Vorgaben zu einzuhaltenden Standards und Normen (z. B. 
ISO 14721:2003 OAIS, BCP/Disaster Recovery, ...)?
– Gibt es Ablauffristen dieser Vorgaben?
– Bei proprietären Produkten: Erhält die Firma das Recht an den Da-
ten (z. B. Meta daten)? Gibt es Escrow-Vereinbarungen10 bei einer 
Insolvenz?
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* Bei der vorliegenden Guideline handelt es sich um ein Deliverable des 
Work-Package-Clusters J: Dauerhafte Sicherung der Daten (aus nicht-
technischer & technischer Sicht) im Rahmen des Projektes e-Infrastruc-
tures Austria (https://www.e-infrastructures.at/). Veröffentlicht unter 
https://phaidra.univie.ac.at/detail_object/o:439300.
1 ITWissen – Das große Online-Lexikon für Informationstechnologie: 
Langzeitarchivierung: http://www.itwissen.info/definition/lexikon/
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