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Résumé : L'eﬃcacité énergétique constitue l'objectif clef pour la conception des
protocoles de communication pour des réseaux de capteurs radio multi-sauts. Beau-
coup d'eﬀorts ont été réalisés à diﬀérents niveaux de la pile protocolaire à travers
des algorithmes d'agrégation spatiale et temporelle des données, des protocoles de
routage eﬃcaces en énergie, et des couches d'accès au médium avec des mécanismes
d'ordonnancement permettant de mettre la radio en état d'endormissement aﬁn
d'économiser l'énergie. Pour autant, ces protocoles utilisent de façon importante
des paquets de contrôle et de découverte du voisinage qui sont couteux en éner-
gie. En outre, cela se fait très souvent sans aucune interaction entre les diﬀérentes
couches de la pile.
Ces travaux de thèse s'intéressent donc particulièrement à la problématique de
l'énergie des réseaux de capteurs à travers des protocoles de routage et d'accès
au médium. Les contributions de cette thèse se résument de la manière suivante :
Nous nous sommes tout d'abord intéressés à la problématique de l'énergie au niveau
routage. Dans cette partie, les contributions se subdivisent en deux parties. Dans
un premier temps, nous avons proposé une analyse théorique de la consommation
d'énergie des protocoles de routage des réseaux radio multi-sauts aﬁn d'appréhender
au mieux les avantages et les inconvénients des uns et des autres en présence des
modèles de traﬁc variables, un diamètre du réseau variable également et un mo-
dèle radio qui permet de modéliser les erreurs de réception des paquets. À l'issue
de cette première étude, nous sommes parvenus à la conclusion que pour être éco-
nome en énergie, un protocole de routage doit avoir des approches similaires à celle
des protocoles de routage géographique sans message hello. Puis, dans un second
temps, nous introduisons une étude de l'inﬂuence des stratégies de relayage dans
un voisinage à 1 saut sur les métriques de performance comme le taux de livrai-
son, le nombre de messages dupliqués et la consommation d'énergie. Cette étude
est suivie par une première proposition de protocole de routage géographique sans
message hello (Pizza-Forwarding (PF)) exploitant des zones de relayage opti-
misées et sans aucune hypothèse sur les propriétés du canal radio. Dans le but de
réduire considérablement la consommation de PF, nous proposons de le combiner
avec une adaptation d'un protocole MAC asynchrone eﬃcace en énergie à travers
une approche transversale. La combinaison de ces deux approches montre un gain
signiﬁcatif en terme d'économie d'énergie avec des très bon taux de livraison et cela
quels que soient les scénarios et la nature de la topologique.
Mots clés : Réseau radio multi-sauts, réseau de capteurs, protocole de routage
géographique sans message hello, routage opportuniste, protocole d'accès au mé-
dium (MAC), eﬃcacité énergétique, évaluation de performances, analyse et simula-
tion.
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Abstract : Energy-eﬃcient communication protocol is a primary design goal for
Wireless Sensor Networks (WSNs). Many eﬀorts have been done to save energy
anywhere in the protocol stack through temporal and spatial data aggregation
schemes, energy-aware routing protocols, activity scheduling and energy-eﬃcient
MAC protocols with duty cycle. However both control packets and beacons remain
which induces a huge waste energy. Moreover, their design follows the classical laye-
red approach with the principle of modularity in system development, which can
lead to a poor performance in WSNs. This thesis focuses on the issues of energy in
WSNs through energy-eﬃcient routing and medium access control protocols. The
constributions of this thesis can be summarized as follows :
• First, we are interested on the energy issues at the routing layer for multihop
wireless sensor networks (WSNs). We propose a mathematical framework to
model and analyze the energy consumption of routing protocols in multihop
WSNs by taking into account the protocol parameters, the traﬃc pattern
and the network characteristics deﬁned by the medium channel properties,
the dynamic topology behavior, the network diameter and the node density.
In this study, we show that Beacon-less routing protocol should be a best
candidate to save energy in WSNs.
• We investigate the performance of some existing relay selection schemes which
are used by Beacon-less routing protocols. Extensive simulations are proposed
to evaluate their performance locally in terms of packet delivery ratio, duplica-
ted packet and delay. Then, we extend the work in multihop wiriless networks
and develop an optimal solution, Enhanced Nearest Forwarding within Ra-
dius, which tries to minimize the per-hop expected number of retranmissions
in order to save energy.
• We present a new beaconless routing protocol called Pizza-Forwarding
(PF) without any assumption on the radio environment : neither the radio
range nor symmetric radio links nor radio properties (shadowing, etc.) are as-
sumed or restricted. A classical greedy mode is proposed. To overcome the hole
problem, packets are forwarded to an optimal node in the two hop neighbor
following a reactive and optimized neighborhood discovery.
• In order to save energy due to idle listening and overhearing, we propose
to combine PF's main concepts with an energy-eﬃcient MAC protocol to
provide a joint MAC/routing protocol suitable for a real radio environment.
Performance results lead to conclude to the powerful behavior of PFmac.
Keywords : Multihop Wireless Networks, Wireless Sensor Networks, Beacon-
Less Geographic Routing, Opportunistic Routing, Medium Access Control, Energy-
Eﬃcient, Performance Evaluation, Analysis and Simulation.
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Chapitre 1
Introduction générale
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1.1 Les réseaux de capteurs
Les récents progrès réalisés dans les domaines de la micro-électronique et des
technologies de communication sans ﬁl permettent aujourd'hui de produire à faible
coût des micro-composants embarqués communément appelé capteurs. Le déploie-
ment de plusieurs milliers de capteurs sans ﬁl dans un environnement d'intérêt forme
un réseau de capteurs sans ﬁl ou réseau de capteurs radio multi-sauts. Un réseau de
capteurs sans ﬁl est déployé dans le but de surveiller ou de contrôler des phénomènes
environnementaux comme la température, une présence humaine, la pression atmo-
sphérique, l'humidité, le niveau de pollution, les vibrations acoustiques, rayonnement
etc... Les données collectées subissent en général un premier pré-traitement avant
d'être envoyés vers une (plusieurs) station de collecte plus communément connue
sous le nom de puits. Par exemple dans le cas d'une application de surveillance
d'une zone sismique, le déploiement d'un système de surveillance par capteurs sis-
mique permet d'anticiper l'évacuation des populations dans la zone concernée en
prévision des séismes. Ces réseaux ont apporté une révolution majeure dans la sur-
veillance et l'exploration de certains milieux très hostiles et dans plusieurs domaines
(militaire, médical, scientiﬁque, industrielle). La ﬁgure 1.1 illustre le schéma d'un
réseau de capteurs sans ﬁl et décrit de façon précise l'architecture matérielle du
capteur. De manière générale, un capteur est doté des composants suivants :
• L'unité de capture ou capteur physique est en générale formée d'un ou
plusieurs capteurs qui permettent de faire des mesures des grandeurs phy-
siques et d'un convertisseur analogique numérique (analog-to-digital converter
(ADC)) qui permet de convertir les grandeurs physiques mesurées avant de les
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Fig. 1.1: Exemple d'une architecture d'un réseau de capteurs sans ﬁl /architecture
interne d'un capteur
envoyer vers l'unité de traitement. Le nombre et le type de capteurs peuvent
varier en fonction des besoins de l'application. Par exemple l'utilisation de
capteur de type Sensirion SHT11 [118] peut fournir des grandeurs physiques
de type de température et humidité à la fois.
• Micro-contrôleur est responsable des opérations de calcul et de traitement
des données numériques. Ces processeurs sont en général à 8 bits comme AT-
mega128 [38] et 16 bits comme TI MSP430 [130].
• Mémoire est l'unité principale de stockage des données, elle est en général
de taille limitée. On y trouve des mémoires vives pour le micro-contrôleur et
des mémoires ﬂash (mais dont le coût en énergie à l'usage est plus important
qu'une mémoire vive classique), leurs tailles dépendent principalement du type
de la technologie du micro-contrôleur qui est utilisé.
• Module radio de communication est une interface radio de communi-
cation à faible portée radio avec des puissances de transmission et de débit
binaire variables et également faibles. Il fonctionne en eﬀet selon les pays sur
des bandes de fréquences spéciﬁques. La radio supporte en général plusieurs
états : transmission, réception, écoute passive et en état d'endormissement.
Exemple : Le chipset radio de CC2420 [113] fonctionne sur la bande 2.4 GHz
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avec un débit binaire de 250Kbps avec une modulation de type O-QPSK, une
consommation d'énergie qui est respectivement 17.4mA en transmission et
18.8mA en réception ou le CC1100 [91] qui fonctionne sur les bandes de fré-
quences suivantes : 315/433/868/915 MHz avec un débit binaire allant jusqu'à
250Kbps avec la possibilité d'avoir plusieurs modulations : 2-FSK, GFSK et
MSK.
• Batterie est une pile d'alimentation de faible autonomie d'énergie qui est la
principale source d'alimentation des diﬀférents composants. Exemple : Piles
AA NiMH cell (1300 - 2900 mAh, 1.2 V) ou des piles Alkaline cell (1700 - 3000
mAh, 1.5 V).
Le tableau 1.1 présente les diﬀérents types de composants d'un capteur avec leurs
caractéristiques. Pour des besoins de l'application ou des protocoles de routage,
des modules supplémentaires peuvent être utilisés en plus de ces composants. Par
exemple, l'utilisation d'un module GPS [76] peut permettre l'utilisation de protocole
de routage géographique ou l'utilisation d'un module supplémentaire faisant oﬃce
de source d'énergie.
Composants Exemples de technologies Caractéristiques
Capteur
physique
Hamamatsu S1087 [57] Lumière
Intersema MS5534AM [69] Pression
Sensirion SHT11 [118] Humidité et température
Micro-
contrôleur
ATmega128 [38] 8-bit, vitesse du processeur 16 Mhz
RAM 4Ko, ﬂash 128 Ko
TI MSP430 [130] 16-bit, vitesse du processeur 8 Mhz
RAM 2-10 Ko, ﬂash 256Ko
Module
radio
CC1100 [91] 315/433/868/915 MHz
débit 256 Kbps
Modulation 2-FSK/GFSK/MSK
CC2420 [113] 2400-2483 Mhz, débit 250Kbps
Modulation O-QPSK
Batterie
Piles AA NiMH 1300 - 2900 mAh
Voltage 1.2 V
Varta PoLiFlex Cell 830 mAh
Voltage 4.0 V
2xAA/LR06 4000mAh
Voltage 1.5 V
Alkaline Cell 1700 - 3000 mAh
Voltage 1.5 V
Tab. 1.1: Les diﬀérents composants d'un capteur.
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1.1.1 Domaines d'applications
L'activité de recherche autour des réseaux de capteurs sans ﬁl a été initialement
motivée par des applications militaires pour des opérations de surveillance, suivi
et détection de cible. Les récents progrès réalisés dans les domaines de la minia-
turisation des systèmes embarqués et des technologies de communication sans ﬁl à
faible coût ont ouvert ces systèmes à de nouvelles opportunités d'applications comme
des applications civiles. Dans la littérature, on peut distinguer diﬀérents types de
capteurs de mesure de grandeur physique qui peuvent être de type humidité, tempé-
rature, présence, lumière, accéléromètre, acoustique, vibration sismique, chimique,
magnétique, thermique, pression sanguine/artérielle, ECG etc.. Ces capteurs sont
capables de surveiller des phénomènes dans leurs environnements de déploiement et
de mesurer les grandeurs physiques pour les transmettre vers une station de collecte.
Même si, de façon générale, on peut distinguer deux types d'applications (orientée
mesure et orientée couverture), ici, nous les classons de la manière suivante :
Applications militaires. À l'image d'une grande majorité de technologies que
nous exploitons actuellement comme le système GPS [76] ou d'Internet, les réseaux
de capteurs ont été initialement développés pour des applications militaires. Ces
applications sont principalement des opérations de type surveillance des champs de
bataille, de la surveillance des stocks d'armement, la détection des cibles, des agents
chimiques, biologiques, des attaques nucléaires, de l'assistance aérienne au sol, le
suivi et la localisation des cibles mobiles. Par exemple, nous pouvons citer le pro-
jet SOSUS (SOund SUrveillance System) qui a été initialement développé par la
DARPA (Defense Advanced Research Projects Agency) durant la guerre froide pour
repérer les sous-marins et les navires soviétiques dans la limite des eaux territoriales
américain à travers les bruits, et des vibrations que peuvent émettre des équipe-
ments [106, 134].
Applications environnementales. Elles sont très généralement des applications
scientiﬁques qui consistent à surveiller ou à observer certains milieux de notre éco-
système comme les milieux aquatiques [101] ou des zones sismiques [45] ou des
milieux volcaniques [138], détection des phénomènes comme des fuites de gaz, de
pollution, des températures aberrantes [74] (i.e qui dépassent un seuil ﬁxé d'un mi-
lieu). Par exemple à la ﬁn de la guerre froide, le projet SOSUS a été abandonné
par les militaires pour l'agence américaine d'étude sur l'océan et l'atmosphère (Na-
tional Oceanic and Atmospheric Administration (NOAA)). On peut citer aussi les
travaux de Werner-Allen [138], où les auteurs ont déployé un réseau de capteurs sur
le volcan Reventador en Équateur, proche de la frontière colombienne dans le but de
collecter des signaux sismo-acoustiques issus des éruptions volcaniques et d'autres
phénomènes volcaniques pour des observations purement scientiﬁques pendant plus
de trois semaines.
Applications médicales. Des capteurs peuvent être placés sur des malades aﬁn
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de surveiller leur état de santé, l'évolution d'une maladie, assister des malades etc.
Le projet ACCESS [72] de l'Université de Washington a pour objectif principal de
développer des capteurs capables d'améliorer le quotidien des malades d'Alzheimers
ou ayant des déﬁciences cognitives. Le projet européen MOSAR [63] a pour but de
lutter contre la résistance aux antimicrobiens des bactéries responsables des infec-
tions nosocomiales dans les hôpitaux et de contrôler leurs diﬀusions.
Applications domotiques. Des capteurs peuvent être déployés pour surveiller
et contrôler les équipements dans une maison comme la température d'une salle à
travers le chauﬀage, réduire ou augmenter la luminosité d'une pièce etc. [35] présente
une application de surveillance qui a pour but de détecter des minuscules ﬁssures
naissantes ou des défauts dans la structure des bâtiments ou ponts à travers des
capteurs ultrasons.
Applications industrielles/production. Des n÷uds capteurs peuvent être placés
sur des machines ou ancrés dans des endroits où la présence humaine est impossible
aﬁn de surveiller l'état des machines et d'assurer leur bon fonctionnement. Dans
cette classe d'applications, nous pouvons distinguer plusieurs types d'applications
comme le déploiement de capteurs sur des branches d'arbres fruitiers ou sur le sol
pour les applications agricoles [156] pour surveiller l'humidité du milieu ou l'état de
la composition chimique du sol, le déploiement de capteurs sur des véhicules ou des
places de parkings Streetline [128] aﬁn d'aider les usagers à trouver plus facilement
et rapidement des places ou de contrôler le traﬁc du réseau routier. La télé-relève
des compteurs d'eau, d'électricité et de gaz à l'image des solutions déployées par
Coronis [37] ou par M2OCITY [93] qui déploient, exploitent et maintiennent ces
types de réseaux pour des collectivités. On peut avoir également des réseaux de
capteurs formés par des RFtag [50] aﬁn de suivre de l'état des produits, connaître
la localisation des produits et inventorier les produits dans les magasins ou dans des
entrepôts de stockages sans aucune intervention humaine.
1.1.2 Caractéristiques
Malgré cette diversité d'applications introduites dans la section 1.1.1 qui présage
en eﬀet que chaque application possède ses propres caractéristiques réseaux, les ré-
seaux issus de ces applications partagent en général des caractéristiques communes.
Nous distinguons ces caractéristiques en fonction des éléments qui constituent le
réseau. Ces éléments sont principalement le puits et les n÷uds capteurs.
Caractéristiques des puits
Le puits est l'uniquement élément du réseau de capteurs qui ne possède aucune
contrainte en terme de ressources au sein du réseau contrairement aux n÷uds cap-
teurs. Il fait oﬃce de point de collecte du réseau et de routeur vers le centre de
traitement des données. En général, le puits est statique dans le réseau ; toutefois,
selon les avantages que peuvent procurer l'utilisation de puits mobile dans certaines
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applications, le puits peut être mobile [151]. Dans une grande majorité de ces ap-
plications, on n'y trouve qu'un seul puits. Toutefois, pour des besoins d'eﬃcacité
énergétique, plusieurs puits peuvent être déployés dans le réseau aﬁn de distribuer
la charge du réseau pour prolonger la durée de vie du réseau [23]. Cela aura pour
avantage aussi d'avoir des routes de plus court chemin.
Caractéristiques des capteurs
Les capteurs sont généralement caractérisés aux points suivants :
• En général, le déploiement des capteurs est fait de façon dense. Selon les
applications et l'environnement de déploiement, le degré du voisinage varie.
De 4 à 6 pour des applications agricole [84] à plus d'une centaine de n÷uds
dans un environnement urbain alors que dans le même temps le nombre peut
varier de quelques dizaines pour surveiller la température d'un bâtiment à
plusieurs dizaines de milliers pour des applications de compteurs d'eau [93].
Le déploiement peut se faire de manière aléatoire ou de manière déterministe
avec des topologies qui sont regulières comme une grille. En réalité, lorsque le
nombre de n÷uds est très grand le déploiement déterministe reste diﬃcilement
réalisable.
• Les n÷uds sont caractérisés par des fortes contraintes en ressources avec des
batteries de faible autonomie d'énergie. Cela implique par conséquent une du-
rée de vie limitée. Les n÷uds sont également caractérisés par des portées radio
de communication très faibles, des liens radios très instables et un débit binaire
faible. L'interface radio de communication est la composante d'un capteur qui
consomme la majeure partie de la batterie avec environ plus 95% (voir Fig.
1.2). Cela montre clairement une domination de la consommation d'énergie
de la radio par rapport à la consommation d'énergie des autres composants.
Les états de la radio d'un n÷ud peuvent être généralement : transmission,
réception, écoute passive et endormissement. Cela permet en eﬀet d'utiliser
des algorithmes d'ordonnancement qui permettent d'économiser l'énergie des
n÷uds en mettant la radio en état d'endormissement le plus longtemps pos-
sible.
• Les n÷uds sont physiquement statiques. Toutefois, selon des besoins de l'appli-
cation, certains n÷uds peuvent avoir des modules supplémentaires pour gèrer
leur mobilité.
• La topologie des n÷uds dans le réseau est caractérisée par une topologie dy-
namique. Cette dynamique est principalement dûe à l'utilisation d'algorithme
d'endormissement, à la disparition des n÷uds, à la ﬂuctuation des liens radios
et au changement dans le voisinage à cause d'un redéploiement ou d'un réveil
spontané de n÷uds.
1.1.3 Modèles de communication
Dans la littérature des applications des réseaux de capteurs, nous distinguons
principalement deux modèles de communication : un-vers-tous (Broadcast) et
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Fig. 1.2: La consommation d'énergie des capteurs WSN430 en état actif et en état
d'endormissement [107]
tous-vers-un (Convergecast). Le premier modèle de traﬁc est utilisé lorsque le puits
interroge les n÷uds à travers des messages de requête. Alors que dans le second cas,
c'est un modèle de communication qui part des n÷uds ou d'un ensemble de n÷uds
ou d'un n÷ud particulier vers le puits. La manière dont les données sont reportées
vers le puits peuvent se classiﬁer de la façon suivante :
• Périodique (time-driven) Dans cette stratégie, les n÷uds qui ont des données
transmettent périodiquement ces informations vers le puits, cela concerne les
applications transmettant regulièrement des informations vers le puits. Au vu
de la nature des applications qui utilisent cette stratégie, la fréquence des
données est généralement très faible. Elle peut être une application de type
télé-relève des compteurs d'eau ou d'électricité, mesurer des pics de pollution
à des instants bien précis de la journée etc..
• Orientée requête (query-driven) Les n÷uds transmettent les données collec-
tées vers le puits uniquement lorsqu'ils reçoivent une interrogation du puits à
travers une requête. Par exemple, le puits peut interroger les n÷uds dans une
région par rapport au niveau de pollution qu'ils ont mesuré.
• Orientée événement (event-driven) Cette stratégie est employée pour des ap-
plications dans lesquelles les n÷uds envoient des données uniquement lors-
qu'ils détectent un événement particulier qui impose qu'ils transmettent cette
information au puits. Par exemple pour une application de type déctection
d'intrusion, les n÷uds peuvent remonter une information vers la station de
contrôle aﬁn qu'il déclenche une alarme.
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1.1.4 Les exigences protocolaires
Les caractéristiques intrinsèques des capteurs vues dans la section 1.1.2 exigent
de prendre en considération l'ensemble de ces contraintes dans la conception des
protocoles de communication pour réseaux de capteurs aﬁn de prolonger la durée
de vie du réseau1. Cela implique donc une maximisation la durée de fonctionnement
de l'application ou du service. Dans la suite de cette section, nous allons introduire
quelques exigences relatives aux protocoles de communication pour des réseaux de
capteurs aﬁn de prendre en considération les contraintes des capteurs.
Routage multi-sauts. La contrainte en énergie des n÷uds et les restrictions de la
radio limitent en eﬀet la capacité de communication de chaque n÷ud à ses voisins
directs. Pour transmettre les données au puits distant, les n÷uds sont obligés de
passer à travers plusieurs sauts aﬁn d'atteindre le puits. Cela est réalisable unique-
ment à travers un routage multi-sauts avec des mécanismes de collaboration entre
les n÷uds aﬁn de relayer les messages vers le puits. D'autre part, cela permet éga-
lement d'économiser considérablement la consommation d'énergie des n÷uds.
Eﬃcacité énergétique. Étant donné la contrainte en énergie des n÷uds et la
nature des déploiements, il est diﬃcile, voire impossible de procèder à des change-
ments de batterie des n÷uds. Par conséquent, il est d'une importance capitale de
réduire la consommation d'énergie des composants aﬁn de prolonger la durée de vie
du réseau. Cela passe nécessairement par minimiser les échanges des messages dans
le réseau aﬁn de baisser la consommation de la radio car elle est la principale source
de dissipation d'énergie (voir Fig. 1.2). Cela requiert également de mettre la radio
en état d'endormissement grâce à des protocoles de la couche d'accès au médium
de communication qui sont eﬃcaces en énergie. L'introduction d'un tel mécanisme
permet de réduire la consommation d'énergie qui est dûe principalement aux écoutes
passives de la radio, des réceptions involontaires, des collisions et des messages de
contrôles non nécessaires.
Le passage à l'échelle. Le déploiement dense des capteurs impose l'utilisation
des protocoles de communication qui passent à l'échelle et qui tiennent compte des
caractéristiques des n÷uds sans dégrader les performances de l'application.
La tolérance aux pannes. Les capteurs sont généralement sujets à des pannes
matérielles qui peuvent être une conséquence directe de leurs faibles coûts de pro-
duction ou dûe à l'épuisement de la batterie des n÷uds. Cela nécessite donc l'utili-
sation des protocoles de communication qui sont capables de s'accommoder le plus
1Dans [98], Vivek et al deﬁnissent la durée de vie du réseau comme étant l'instant auquel
le premier capteur meurt alors que dans [142] Xu et al l'ont déﬁni comme l'instant auquel on
a seulement une proportion donnée de capteurs survivant dans le réseau. La déﬁnition la plus
réaliste à nos yeux est celle qui considère la durée de vie du réseau comme étant l'instant auquel
l'application cesse d'être opérationnelle (i.e. prenant en compte la connectivité de la topologie).
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rapidement possible et ceci, quelque soit le changement dans la topologie du réseau.
Cela permet en eﬀet d'avoir des protocoles de communication plus adaptatifs aux
variations de l'environnement.
1.2 Motivations et contributions
Motivations
Pour maximiser le service pour lequel l'application a été déployé, nous devons impé-
rativement prendre en considération les exigences vues précédemment dans le cadre
des protocoles de communication des réseaux de capteurs. En eﬀet, pour réaliser
cet objectif, il est crucial d'aller vers l'utilisation des protocoles de communication
moins gourmands en ressources en terme de nombre de messages envoyés, que ce soit
des messages de données, de contrôle et de découverte du voisinage envoyés indé-
pendamment des données utiles avec des surcoûts plus importants que ces derniers.
Aﬁn de donner un ordre de grandeur de la consommation des messages de contrôles,
nous prenons un exemple d'application de type télé-relève, avec un modèle de traﬁc
de type 1 message de données chaque 5 minutes. Nous considérons un protocole de
routage géographique de type GPSR [78], qui utilise trois types de messages : les
messages hellos qui sont envoyés périodiquement pour construire la table du voi-
sinage avec une période 1s conformément au standard déﬁni dans [78], les messages
de données et les messages d'acquittements (ACK) pour acquitter la bonne réception
de chaque donnée à chaque saut du message. Nous aurons donc un coût total de la
consommation d'énergie d'un n÷ud qui est proportionnelle à la somme des diﬀérents
coûts en énergies de ces trois types de messages. La proportion de la consommation
d'énergie des diﬀérents messages est donnée ci-dessous :
Fig. 1.3: La distribution de la consommation d'énergie des diﬀérents types de mes-
sages utilisés par GPSR au dessus un protocole MAC de type CSMA/CA.
Comme on le voit, il y a une nette surconsommation d'énergie des paquets hello.
Alors oui, il est possible d'optimiser la découverte du voisinage [60, 67, 120] mais
au ﬁnal il reste toujours des messages hello. La question que nous traitons dans
cette thèse est : Est-il possible et raisonnable vis-à-vis du réseau et de l'application
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d'utiliser 91.88% de la dépense en énergie qui est dûe aux messages hello pour
router uniquement des données ?
Contributions
Étant donné que notre préoccupation principale est la consommation des proto-
coles de communication, nous nous concentrons principalement sur les protocoles de
routage géographique sans message hello [52] et sur les couches MAC eﬃcaces en
énergie [108] qui constituent deux approches très promotteuses en terme de proto-
coles de communication. Si le premier permet de réduire considérablement l'impact
des messages de contrôles périodiques comme les messages hello dans les protocoles
de routage géographique, le second utilise des mécanismes d'échantillonage du canal
asynchrone aﬁn de mettre la radio en état d'endormissement le plus longtemps pos-
sible pour économiser son énergie. Contrairement aux approches existantes dans la
littérature, dans ces travaux nous ne faisons aucune hypothèse sur les propriétés du
canal radio. Dans un environnement réel où le réseau est déployé, nous ne pouvons
pas accepter l'idée que les liens radios soient stables, symétriques et que la portée
radio soit connue. Cela nous oblige en eﬀet à prendre en considération l'impact que
peuvent avoir les propriétés du canal radio sur les performances des protocoles. Les
principales contributions de cette thèse sont résumées à travers les points suivants :
• L'énergie étant la principale contrainte, nous proposons dans un premier temps
une analyse théorique de la consommation d'énergie de quelques protocoles
de routage de la littérature pour réseaux radio multi-sauts en présence d'un
modèle de traﬁc variable, d'un réseau ayant un diamètre variable et sous hy-
pothèse d'un canal radio réaliste modélisant les erreurs de transmissions se
produisant dans un environnement réel de déploiement. L'objectif était de
comprendre l'impact de ces paramètres sur les performances en terme d'éner-
gie de ces protocoles. Ces premiers travaux vont constituer pour nous, une
référence pour la suite de nos travaux mais ils permettent également de mesu-
rer les particularités et les opportunités en matière d'économie d'énergie que
peuvent oﬀrir les protocoles de routage géographique sans message hello par
rapport aux autres familles de protocoles.
• Nous présentons une analyse comparative sur quelques métriques de perfor-
mances comme le taux de livraison, le délai, l'énergie etc.. des diﬀérentes stra-
tégies de relayage dans le voisinage local d'un n÷ud. Cette première étude sera
étendue dans le cas d'un relayage multi-sauts avec une ou plusieurs sources qui
émettent simultanément des données vers l'unique destinataire aﬁn de mesurer
l'eﬃcacité en terme d'énergie de ces protocoles. Pour appréhender au mieux
l'eﬃcacité de ces protocoles, nous comparons leurs performances par rapport
à celle d'une solution optimale obtenue avec un programme linéaire en nombre
entier.
• Nous présentons Pizza-Forwarding (PF) qui est notre contribution en ma-
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tière de protocoles de routage géographique sans message hello. PF utilise
deux stratégies de routage complémentaires : un routage glouton et un routage
par contournement de trou. Le routage par contournement de PF n'utilise ni
planarisation des graphes, ni processus de découverte ou de marquage de trou
et évite également l'utilisation d'une diﬀusion classique pour router en bordure
de trou. PF introduit un nouveau découpage de la portée radio de commu-
nication. PF ne fait aucune hypothèse sur les propriétés des liens radio. Il
est eﬃcace en énergie et présente des très bonnes performances en terme de
ﬁabilité, même en présence d'un canal radio réaliste.
• Pour prendre en compte l'énergie dépensée par la radio, nous proposons une
amélioration de PF à travers une approche transversale. Cela aura pour avan-
tage de réduire considérablement l'impact du surcoût de messages de données
supplémentaires que reçoit le puits, de réduire également l'impact des écoutes
passives et invonlontaires de la radio mais aussi de réduire la charge de conten-
tion qui a un impact direct sur les surcoûts des messages supplémentaires.
L'évaluation de performances réalisée montre en eﬀet que PFmac optimise
considérablement la consommation d'énergie.
1.3 Organisation
Cette thèse est organisée autour des chapitres suivants : Le chapitre 2 pré-
sente un aperçu des protocoles de communication pour réseaux de capteurs. Nous
discutons tout d'abord de la nécessité d'utiliser des protocoles de communication
eﬃcaces en énergie à travers diﬀérents niveaux de la pile protocolaire. Puis, nous
introduisons les diﬀérentes stratégies qui ont été proposées dans littérature pour
économiser l'énergie des n÷uds dans un réseau de capteurs. Nous introduisons en-
suite une discussion sur le bien fondé de notre démarche par rapport aux protocoles
de routage géographique sans message hello. Les impacts directs et indirects de
ces messages sont également présentés. Puis, nous présentons la méthodologie sui-
vie dans nos travaux pour éviter l'utilisation de message hello mais également par
éviter les inconvénients des approches existantes. Tout cela est suivi par une présen-
tation d'un panorama de protocoles de routage géographique sans message hello
de la littérature. Le chapitre 3 présente une analyse théorique de la consommation
d'énergie de quelques protocoles de routage pour réseaux radio multi-sauts. Ce mo-
dèle prend en considération le modèle de traﬁc, la taille du réseau et les propriétés
du canal radio. Le chapitre 4 présente une analyse comparative des performances
des diﬀérentes stratégies de relayage à un saut par rapport une solution optimale
obtenue avec un programme linéaire en nombre entier. Le chapitre 5 introduit PF
qui est notre contribution en matière de protocole de routage géographique sans
message hello et compare ces performances par rapport à quelques protocoles de
routage de la littérature aﬁn de mettre en évidences ces performances. Le chapitre
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6 présente une optimisation de PF à travers une approche transversale grâce à une
couche d'accès au médium (MAC) eﬃcace en énergie qui exploite des données à
la place des messages de contrôle. Nous concluons ces travaux de recherche mené
pendant la thèse par le chapitre 7 qui résume les principales contributions de cette
thèse et présente les perspectives pour ces travaux, dont certaines sont déjà en phase
exploratoire.
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Chapitre 2
État de l'art
Le champ de couverture de cette thèse se focalise essentiellement sur les proto-
coles routage eﬃcace en énergie pour des applications des réseaux de capteurs radio
multi-sauts. Ce chapitre présente un état de l'art des protocoles de routage et/ou de
communication existants dans la litterature des réseaux de capteurs radio multi-sauts
pour la collecte des données. Nous nous focalisons surtout sur les protocoles de rou-
tage géographique sans message hello (beacon) qui ont été proposés très récemment
comme des solutions eﬃcaces en énergie pour des réseaux de capteurs radio multi-
sauts où les caractéristiques des capteurs et la nature dynamique du réseau imposent
l'utilisation des protocoles de routage plus robustes, eﬃcaces, et moins gourmands
en énergie.
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2.1 Introduction
L'objectif principal d'un réseau de capteurs est de permettre à un utilisateur
ﬁnal d'interagir avec l'environnement d'intérêt où les capteurs sans ﬁl sont déployés
[5]. Cette interaction s'eﬀectué à travers les informations physiques collectées et
remontées. De manière générale, les informations collectées sont pré-traitées loca-
lement au niveau du capteur avant d'être envoyées à travers des régles de relayage
vers la station de base plus connu sous le nom de puits de collecte qui fait oﬃce
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de passerelle vers le centre de traitement pour des analyses plus approfondies. Ces
règles déﬁnissent la manière dont le prochain saut est sélectionné lors du processus
de relayage. L'ensemble de ces régles forment ce qu'on appelle l'algorithme ou le
protocole de routage ou de communication. Les contraintes inhérentes des capteurs
sans ﬁl vues précédemment nous imposent l'utilisation d'algorithmes de communi-
cation autonomes, collaboratifs et eﬃcaces en énergie qui utilisent des techniques
de communication radio multi-sauts issue des réseaux mobiles Ad hoc (Mobile Ad
hoc NETworks : MANETs [139]) pour relayer les informations collectées. Le rou-
tage constitue la fonctionnalité fondammentale dans MANETs avec des mécanismes
d'établissement, de maintien et de réparation des routes de bout-en-bout, plus par-
ticulièrement adaptés à des réseaux de petite taille et à très faibles contraintes en
ressources. Il est evident que ces protocoles de routage sont en inadéquation avec
les caractéristiques et contraintes des capteurs sans ﬁl. Parce qu'il est impossible
de maintenir toutes les routes vers tous les n÷uds du réseau au vu de la nature
dense du déploiement et des faibles capacités de stockage des capteurs. En plus,
les n÷uds ont une forte contrainte en énergie qui rend impossible l'utilisation une
inondation classique/optimisée pour construire et maintenir des routes. Le réseau de
capteurs se distingue des réseaux mobiles Ad hoc principalement par : un déploie-
ment par milliers, un modèle de communication de type convergecast [157]1 diﬀérent
du type 1-vers-1 des réseaux MANETs, une portée radio très limitée, très fréquem-
ment assujettie aux pannes, des liens radios versatiles et moins ﬁables, un adressage
diﬃcilement réalisable, une limitation en terme d'énergie, bande passante, capacité
de calcul et de stockage. Tous ces aspects constituent des déﬁs majeurs qui requiert
une ré-orientation de l'activité scientiﬁque et industrielle vers la conception des pro-
tocoles de routage ou de communication plus adaptés à ces types de réseaux et
centrés sur une philosohique autre que celle qui est orienté adressage proposés au
sein du groupe de travail MANET issue l'IETF tels que, OLSR [36], AODV [104]
ou DYMO [33], DSR [71], DSDV [105] etc.. au vu des multiples avantages qu'oﬀrent
ces réseaux en terme de diversité de domaines d'applications avec des coûts de pro-
duction très faible. Voilà pourquoi l'activité scientiﬁque autour de la problèmatque
du routage dans les réseaux s'est intensiﬁé durant cette dernière décennie dans l'op-
tique de proposer un protocole standard de communication intéropérable capable
de dépenser le moins d'énergie aﬁn de prolonger la durée de vie du réseau.
2.1.1 Motivations
Cette diversité de domaines d'application rend la tâche de conception de stan-
dard de protocole de communication eﬃcace encore plus complexe. En eﬀet chaque
application possède ses propores caratéristiques réseaux et besoin en terme de qua-
lité de service (e.g. délai, plus court chemin, taux de livraison, etc..). Avec un objectif
qui est commun à toutes les applications, maximiser la rentabilité du service le plus
1Qui correspond à un modèle de communication où les données issues d'un ensemble de n÷uds
sont relayés en direction d'un point de collecte commun à tous les n÷uds du réseau qui représente
le puits de collecte.
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longtemps possible. La réalisation de cet objectif passe nécessaire par prolonger la
durée de vie du réseau en minimisant la dépense en énergie des capteurs. Ce qui si-
gniﬁe que les capteurs doivent faire moins de transmission dans le réseau et optimiser
l'activité de l'interface radio de communication. Cela implique l'utilisation optimale
des ressources avec des stratégies de communication eﬃcace en énergie à diﬀérents
niveaux de la couche protocolaire d'un capteur : couche application, couche routage,
couche d'accès au médium et voire la couche physique. Les stratégies d'optimisation
de l'énergie au niveau de la couche physique ne sera pas abordé durant cette thèse.
2.1.2 Couche application
Dans la littérature, les solutions existantes se basent principalement sur l'agrégation
des données [92, 110, 127]. L'agrégation consiste à fusionner de façon spatiale ou
temporelle les données provenant de plusieurs capteurs pour réduire les transmissions
redondantes vers le puits et donc par la même occasion de réduire la consomma-
tion d'énergie. Ces solutions sont plus généralement couplées avec des protocoles
de communication basés sur des topologies logiques hiérarchiques, avec des archi-
tectures en forme d'arbres, les clusters et les Grilles. Dans ces schémas, lorsqu'un
dominant (i.e. entité parent dans un arbre ou un chef de cluster dans une structure
en cluster) reçoit des données provenant des dominés (i.e. entité ﬁls dans d'un arbre
ou un membre rattaché à un chef de cluster), il procède à une agrégation avec ses
propres données et ensuite les transmet en un seul paquet vers le dominant de niveau
supérieur et ainsi de suite la procédure continue, jusqu'au puits.
2.1.3 Couche réseau
D'un point de vue architectural, les protocoles de routage dans les réseaux de
capteurs peuvent être classés en deux grandes familles : les protocoles de routage
hiérarchique et les protocoles de routage à plat.
Les protocoles de routage hiérarchique tels que LEACH [136], EEHC[19],
HEED [147], PEGASIS [88] ou ceux cités dans [1, 27], se distinguent principale-
ment par la façon dont les capteurs s'auto-organisent dans le réseau. Parmi ces
schémas, nous avons les algorithmes de clustering [19, 136, 147] et de construction
d'arbre [8, 39, 49, 88]. En général ces schémas sont utilisés dans le but de satis-
faire des besoins de l'application. Par exemple, les schémas basés sur les structures
orientées dominants ont été initialement proposées pour réaliser un routage plus
court chemin pour des applications ayant des contraintes en délai. Ces d'objectifs
peuvent être multiples [1, 10] : Le passage à l'échelle, l'auto-adaptativité, la ro-
bustesse face à un environnement fortement dynamique, la tolérance aux pannes,
l'équilibrage de chargé, une dorsale de taille minimale, la connectivité, l'adressage
etc.. . Ils sont en général couplés avec des schémas d'agrégation cités ci-dessus ou
de technique de niveau d'accès au médium (MAC) pour optimiser la consommation
d'énergie et améliorer la durée de vie des réseaux. Malgré les multiples avantages
qu'ils peuvent oﬀrir, ces protocoles ne sont guère des solutions idéalés pour réduire
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considérablement la consommation d'énergie dans un réseau de capteurs. Car ce
sont des solutions qui sont très coûteuses en termes de construction [10] et mainte-
nance [61] de la structure logique ou du maintien d'une certaine cohérence dans la
vue logique à travers les paquets de contrôles. Ces paquets sont très coûteux en res-
sources dans ces environnements. Ils dégradent considérablement les performances
en terme de taux de livraison, de la capacité et de la consommation d'énergie des
capteurs et sont généralement non nécessaires dans ces réseaux [120] au vu de leurs
caractérististiques.
Les protocoles de routage à plat. Ils diﬀèrent des approches hiérarchiques
par le fait que toutes les entités du réseau sont identiquement en termes de rôle et
de fonctionnalité. Dans cette formule, la décision de router sur une entité paire se
fait de saut-en-saut jusqu'au puits en fonction de la stratègie du relayage du pro-
tocole, d'ou la notion de communication point-à-point. On y trouve deux classes de
protocoles : les protocoles de routage par dissémination des données et les
protocoles routage géographiques.
• Les protocoles de routage par dissémination. Contrairement à ce qu'on
a connu jusqu'à présent dans les réseaux, dans le routage par dissémination,
le routage se fait en fonction de l'intérêt que le puits porte aux données col-
lectées. Le puits interroge les capteurs via une requête d'intérêt (Interest)
sur les données qu'ils ont, puis ces derniers répondent si la donnée est dispo-
nible. Ils sont proposés principalement aﬁn de répondre à la diﬃculté d'avoir
un adressage global dans le réseau, vu le nombre important de capteurs qui
sont déployés. Ceci fait qu'il est diﬃcile d'interroger un capteur spéciﬁque
dans le réseau, d'où l'utilisation du routage par dissémination de données. Par
exemple, dans le cas d'une surveillance météorologique, le puits peut inter-
roger les capteurs par rapport aux mesures dont les valeurs sont aberrantes
[74]. Cette requête est propagé dans tout le réseau. Ainsi sur détection d'une
valeur abberrante d'une mesure, les capteurs remontent les données par le
chemin inverse, construit par la requête. Les plus connus dans la littérature
sont : Sensor protocol for Information via negotiation (SPIN) [137], Directed
Diﬀusion (DD) [68], Rumor Routing (RR) [28], GRadient broadcast (GRaB)
[144], Gossiping [56], Random Walk (RWP)[58]. Ces protocoles ont la par-
ticularité d'être issus du mécanisme de diﬀusion classique. Leur objectif est
de pallier aux surcoûts de contrôles générés par l'inondation par des méca-
nismes qui l'optimisent. Par exemple pour réaliser cet objectif, SPIN utilise
une stratégie basée sur un échange préalable de métadonnées, puis suivi par
une phase de négociation et adaptation en fonction des ressources disponibles
auxprès des capteurs. Cette phase de négociation permet d'éléminer les re-
dondances. DD et GRaB utilisent un gradient construit par la requête ou lors
de l'initialisation du réseau pour remonter les données alors RR, Gossiping et
RWP se basent principalement sur une marche aléatoire pour la propagation
de la requête (RR) ou lors de la dissémination des données. La dissémination
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peut également être combinée à de l'agrégation pour minimiser le gaspillage
des ressources. Pour autant, cela ne résout pas complètement le problème du
gaspillage de ressources. Ils sont aussi caractérisés par l'introduction d'un dé-
lai de bout-en-bout important. D'ou cette nécessité de s'orienter vers d'autres
approches moins gourmandes en ressources, capables de prolonger la durée de
vie du réseau et répondant aux caractéristiques des réseaux des capteurs. En
présence une information géographique [31, 42, 76, 99, 112, 116], le routage
géographiqe s'avère être plus intéressant avec des meilleurs performances par
rapport aux mécanismes de dissémination.
• Les protocoles de routage géographique. Le premier protocole de routage
géographique a été initialement proposé par Finn [51] sous le nom de routage
cartésien pour les réseaux de radio communication par paquet. Il consiste à
utiliser les informations sur la position géographique des n÷uds mobiles dans
le réseau pour router les paquets dans la direction du destinataire. L'objectif
était d'apporter des solutions aux diﬀérents problèmes des protocoles exis-
tants. Ces diﬃcultés sont principalement : l'explosion du surcoût de contrôles
avec l'augmentation de la taille du réseau, le besoin d'introduire de la mobilité
dans ces réseaux, l'explosion des tables de routages et le surcoût de calcul des
processeurs. Durant la même décennie, Takagi & Kleinrock [124], Hou & Li
[65] et Nelson & Kleinrock [100] proposèrent d'autres algorithmes de routage
glouton (greedy). Ces algorithmes sélectionnent un n÷ud voisin qui est dans la
direction du destinataire et qui satisfait un certain critére comme le prochain
saut du paquet. Ces critères sont multiples et se basent principalement sur
la notion de progrès. Le progrès se déﬁnit comme la distance entre l'émet-
teur et un récepteur projetée sur la droite virtuelle joignant l'émetteur au
destinataire. Le progrès est appelé progrès positif dans le cas où le récepteur
est dans la direction du destinataire et progrès négatif, lorsqu'il est dans la
direction inverse. Puis ensuite, ces algorithmes furent adoptés et combinés à
des algorithmes complémentaires dans les années 1998 par Stefano & al [21],
BOSE & al [26] en 1999, Karp & al [78] et Young-Bae & al [82] en 2000 pour
les réseaux MANETs. Il s'en est suivi des propositions de plusieurs variantes
[70, 83, 90, 96, 143, 146, 149] de ces protocoles pour les applications dans les
réseaux mobiles ad hoc, des réseaux véhiculaires et des réseaux de capteurs.
Ces variantes diﬀèrent principalement par la façon dont les prochains sauts
des messages sont découverts [96, 146], le fonctionnement en environnement
urbain [90], la topologie réseau dans laquelle elles sont utilisées [143] et la
façon dont les algorithmes fonctionnent [70, 83, 149]. Ces algorithmes complé-
mentaires ont pour but en eﬀet de pallier le problème de minimum local où
le routage glouton ne fonctionne pas parce que le n÷ud est le plus proche du
destinataire parmi tous ces voisins. Ce phénomène peut être dû aux eﬀets des
déploiements chaotiques des n÷uds, à la disparition des n÷uds dans une zone,
à un obstacle, à des attaques et à des eﬀets d'un brouilleur radio [4]. Un n÷ud
est dit minimum local lorsqu'il ne possède aucun voisin de progrès positif. À la
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diﬀérence des autres approches, ces protocoles passent à l'échelle sans aucune
stratégie d'auto-organisation, sont tolérants aux pannes, n'inondent pas le ré-
seau de données ou d'information de contrôle et par conséquent, présentent
un très faible niveau de consommation de ressources. Ces protocoles peuvent
parfois introduire un délai et un surcoût de contrôle supplémentaire lors des
processus de routage. Les protocoles de routage géographique se décomposent
en deux sous-catégories : Les protocoles de routage géographique avec mes-
sage hello et les protocoles de routage géographique sans message hello.
Les premiers construisent de façon pro-active la table du 1-voisinage avec des
messages hello (Beacon), ces informations servent à choisir le prochain saut
du paquet lors du routage, alors que les seconds les découvrent de façon réac-
tive lors du routage à travers un mécanisme de contention. Ces derniers ont
l'avantage de générer moins de contrôles, d'être plus adaptatifs aux environ-
nements radio fortement dynamiques, d'être plus tolérants aux pannes, d'être
très économes en capacité de stockage et de bande passante. Par conséquent,
ils sont eﬃcaces en énergie. Toutefois, il existe un compromis entre l'approche
sans message hello et avec message hello, car la découverte réactive du voi-
sinage introduit un délai additionnel et peut dilater le chemin de bout-en-bout
sous certains conditions comme lorsqu'ils sont couplés avec des couches MAC
utilisant un mécanisme d'endormissement ou lorsqu'on privilégie l'utilisation
de n÷uds qui minimisent la consommation d'énergie [154].
2.1.4 Contrôle d'accès au médium (MAC)
La couche de contrôle d'accès au médium (Medium Access Control (MAC)) gére
de façon singulière l'accès au médium de communication partagé entre les diﬀérents
n÷uds d'un réseau. Elle déﬁnit les règles d'accès au médium de façon équitable ou
en fonction d'une qualité de service (QoS) exigée par l'application tout en maxi-
misant la capacité globale du réseau dans un court délai, garantit une ﬁabilité des
communications et un passage à l'échelle. Cette singularité est une caractéristique
très importante dans les réseaux radio, où la nature diﬀusant du lien radio impose
que toute transmission d'un n÷ud soit reçue par l'ensemble de ces voisins. Cette
particularité assure que des transmissions de deux n÷uds proches de façon spatiale
et temporelle ne s'interférent pas et ne collisionnent pas dans le réseau. Développé
en 1970 par Norman Abramson à l'université d'Hawaï, le protocole ALOHA [2] est
le premier protocole d'accès aléatoire au médium proposé pour des réseaux radio
par paquet et l'un des plus étudiés dans la littérature des couches d'accès au mé-
dium. Il est également utilisé dans les réseaux mobile téléphoniques. Son principe
est simple : Lorsqu'un n÷ud a une donnée à envoyer, il l'envoie directement sur le
canal radio. Si au bout un délai d'attente donnée, l'emetteur ne reçoit aucun ac-
quittement de la part du récepteur, il considère qu'une collision se produit avec une
autre transmission en cours. L'émetteur réessaie après un délai d'attente additionel
tiré aléatoirement aﬁn d'éviter une nouvelle collision. Cette simplicité se paie au
prix d'un faible taux d'utilisation du canal radio avec un débit utile maximal de
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18.4%. En 1975, Lawrence Robert [114] propose une amélioration de ce protocole en
une version discrétisé du temps qui permet de doubler le débit utile maximal. Ceci
a l'avantage de réduire de la moitié la probabilité de collision d'aloha et par consé-
quent, augmente le taux d'utilisation du canal. Dans la même période, Kleinrock &
Tobagi proposèrent CSMA [81] aﬁn de pallier le problème des collisions du protocole
aloha avec des taux d'utilisation de l'ordre de 50% à 80%. Préalablement à toute
transmission, il consiste à écouter le canal aﬁn de vériﬁer qu'il est bien libre ou d'at-
tendre jusqu'à ce qu'il soit libre dans le cas où ce dernier est occupé. Dans l'année
1990, l'émergence des réseaux locaux sans ﬁl a énormément contribué à accentuer
des travaux de recherche autour des protocoles d'accès au médium. [73] propose un
état de l'art complet des protocoles MAC dans les réseaux ad hoc. Ces protocoles
peuvent se classiﬁer en deux grandes familles :
 Les protocoles MAC d'accès par ordonnancement. Ces protocoles sont
basés principalement sur une phase de réservation et d'ordonnancement de
l'activité sur le canal radio entre plusieurs n÷uds. Cela suppose l'existence une
entité centrale qui attribue et coordonne l'accès entre les diﬀérents utilisateurs.
Les plus connus dans la littérature sont : TDMA, FDMA, CDMA SDMA, qui
sont connus des réseaux mobiles téléphoniques.
 Les protocoles MAC d'accès par contention. Issus de la famille des pro-
tocoles MAC de type CSMA, les protocoles MAC d'accès probabiliste n'uti-
lisent aucune entité centrale pour coordonner ou procèder à une réservation
du canal radio.
Cependant, au vu des caractéristiques et des besoins des applications des réseaux de
capteurs, les métriques tels que le débit, le délai ou l'équité ne sont d'aucune impor-
tance, car la consommation de l'énergie des capteurs est la principale contrainte à
minimiser. Ceci requiert l'utilisation de protocole MAC capable de réduire considé-
rablement la consommation d'énergie. Dans [6], les auteurs ont montré qu'il existe
4 principales sources de consommation d'énergie au niveau de la couche MAC : 1)
Les collisions, 2) les écoutes passives (idle listening), 3) les écoutes involontaires
(Overhearing) et 4) les surcoûts de contrôles des protocoles. C'est un aspect qui a
conduit les industriels et scientiﬁques a proposé des protocoles MAC capables de
répondre à ces problèmes. À l'image des approches traditionnelles, dans les réseaux
nous pouvons identiﬁer deux grandes familles de protocoles MAC : Les protocoles
synchrones, qui requiert un niveau de synchronisation basé principalement sur la
formation de cluster virtuel de n÷uds de même niveau de synchronisation et les
protocoles asynchrones, dans lesquels aucune synchronisation entre les n÷uds n'est
requise. L'ensemble de ces protocoles sont dérivés de la famille des protocoles MAC
par contention, où l'activité de la radio est soumise à une utilisation au strict mi-
nimum à travers le contrôle de la couche MAC qui est responsable de la gestion du
frontale radio d'un n÷ud aﬁn de minimiser les principales sources de consommation
d'énergie. Ceci est capable de prolonger la durée de vie du réseaux qui permet de
passer de plusieurs jours ou des semaines à l'échelle des années [18].
Après avoir très brièvement résumé les diﬀérentes techniques qui sont utilisées
à diﬀérents niveau de la pile protocolaire d'un capteur, dans la suite des travaux,
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nous nous intéressons spéciﬁquement à l'optimisation de la consommation d'éner-
gie à travers une approche transversale autour de la couche réseau et de la couche
MAC. Dans ce chapitre, comme nous l'avons annoncé dans l'introduction, nous nous
intéressons principalement à l'eﬃcacité des protocoles de communication au niveau
routage. Au vu des multiples d'avantages qu'oﬀre le routage géographique par rap-
port aux deux autres approches sous l'hypothèse d'information de positionnement,
dans ce chapitre, nous focalisons plus exactement sur le passage en revue des pro-
tocoles géographiques eﬃcaces en énergie existants dans la littérature.
Ce chapitre est composé des sections suivantes : La section 2.2 introduit les
protocoles de routage géographiques. Après une briève introduction du concept du
routage géographique, nous présenterons les deux stratégies de relayage complé-
mentaires qui sont utilisées par ces protocoles. Nous introduirons dans la section
2.3 à travers une discussion les limitations qui sont liées à l'utilisation des messages
hellos. La section 2.4 passera en revue quelques protocoles de routage sans message
hello de la littérature. La section 2.5 présentera une synthèse sur ces protocoles.
Nous conclurons ce chapitre par une introduction aux prochains chapitres dans la
Section 2.6.
2.2 Routage géographique : Concepts fondamentaux
Comme nous l'avons annoncé précédemment, nous nous focalisons principale-
ment sur les protocoles de routage géographique sans beacon (Beacon-Less) du fait
qu'ils ont la particularité de se dispenser d'un grand nombre de messages de contrôle.
Des messages, qui sont en eﬀet responsables d'une grande partie de la consomma-
tion d'énergie des capteurs, de bande passante et ne sont pas indispensables dans
ces réseaux. Avant de passer en revue des protocoles de routage géographique sans
message hello, dans cette section, nous allons présenter les concepts généraux du
routage géographique. Indépendamment des approches, les protocoles de routage
géographique se basent principalement sur les mêmes hypothèses et utilisent le même
principe. Ils se basent sur les hypothèses suivantes :
1. L'existence d'un système GPS ou un système de coordonnées géographiques
virtuel [31, 42, 76, 99, 103, 112, 116] avec lesquels les n÷uds peuvent déter-
miner les informations sur leur positionnement. En général, ces informations
sont supposées être connues par chacun des n÷uds.
2. Les n÷uds ont une connaissance à l'avance de la position géographique du
destinataire des messages de données qu'ils générent. Ceci dit, cette hypothèse
reste réaliste et peut se faire préalablement avant leur déploiement.
En général, les protocoles de routage géographique utilisent deux techniques com-
plémentaires : Un routage géographique glouton et un routage en bordure de trou.
2.2.1 Routage géographique glouton
L'objectif de cette stratègie est de router toujours sur un n÷ud du 1-voisinage
de l'émetteur qui minimise la distance émetteur-destinataire. En eﬀet, l'objectif
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est de minimiser le nombre de sauts total qu'eﬀectuera le paquet de la source à
la destination. Le routage géographique glouton se base principalement sur une
décision locale pour la sélection du prochain saut. Cette décision se fait en fonction
des priorités ou des critères que remplissent les n÷uds du 1-voisinage de l'émetteur.
Avant de présenter les diﬀérents critères ou stratégies de relayage utilisés, nous allons
déﬁnir la notion de progrès, qui est très largement employé dans ces protocoles. Sur
la ﬁgure 2.1, le progrès du n÷ud A noté par p = ||PA′ || est la projection de la
distance euclidienne ||PA|| sur l'axe joignant l'émetteur P au destinataire D. La
formulation mathématique s'exprime de la façon suivante :
p = ||PA|| cos(ÂPD) (2.1)
Ces diﬀérents critères sont :
• Most Forward within Radius (MFR) [124] : L'objectif de cette strategie
est de minimiser le nombre de sauts total de bout-en-bout. Ainsi, le prochain
saut est sélectionné parmi le 1-voisinage de telle sorte qu'il maximise le progrès.
Si nous prenons l'exemple de la ﬁgure 2.1, on illustre cela par la sélection du
n÷ud A dont le progrès ||PA′ || est le plus important par rapport à celui des
autres n÷uds.
• Nearest with Forward Progress (NFP) [65] : Contrairement au premier,
dans NFP, on ne cherche pas à minimiser le nombre de sauts mais plutôt les
conﬂits d'accès au canal en sélectionnant le n÷ud ayant le plus petit progrès.
Ceci a l'avantage de réduire les interférences et augmente la capacité du réseau.
Cette stratégie est très utile pour économiser l'énergie lorsqu'on peut faire du
contrôle de topologie. Sur la Fig. 2.1, en utilisant cette stratégie, l'émetteur
sélectionnera toujours le n÷ud C. Pour pallier les problèmes de délai de bout-
en-bout qui est la conséquence directe de l'utilisation de progrès plus petit,
Ralph & al [126] ont introduit trés récemment une contrainte sur la zone de
couverture du routage glouton en conﬁnant l'angle à 0.74pi. Soit un secteur
d'angle de 66.6. Avec cette approche, le choix du prochain saut se portera
principalement sur le n÷ud B (voir ﬁgure 2.1).
• Random Progress Method (RMP) [100] : Dans cette stratégie, le choix
du prochain saut est fait de façon aléatoire et uniforment distribué parmi les
n÷uds du 1-voisinage ayant un progès positif.
• Compass routing [83] : Il consiste à sélectionner le prochain saut de façon
a miminiser l'angle entre le prochain saut, l'émetteur et le destinataire. Dans
cette condition, le prochain saut sera n÷ud B (voir ﬁgure 2.1).
Dans une grande majorité des protocoles de routage géographique, le routage glou-
ton se base principalement sur la stratégie du most forward within radius (MFR).
En présence toujours de n÷ud dans la direction du destinataire, le routage glou-
ton garantie un taux de livraison de 100% dans les conditions idéales, c'est-à-dire
avec des liens radios symétriques et des portées radio de communication uniformes.
Toutefois, en environnement réel de déploiement, cette stratégie du MFR présente
des limitations qui sont liées aux ﬂuctuations et à l'instabilité des liens radios longs.
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En outre, la topologie d'un réseau de capteurs radio multi-sauts n'est pas quelque
chose de ﬁgé dans le temps à cause de l'abscence d'infrastructure, des disparitions
de n÷uds, des environnements de déploiement, des eﬀets de déploiement chaotique,
des attaques etc.. Des trous ou des phénomènes de type minimum local peuvent
apparaître dans le réseau. Pour remédier à cette situation, le routage glouton est
combiné à un routage en bordure de trou pour garantir la livraison des messages au
destinataire.
Fig. 2.1: Exemple d'une situation où, les n÷uds A, B, C et E sont les voisins à 1
saut du n÷ud P . Le n÷ud D est la destination du message. Le progrès de A est
noté par p = ||PA′ || et se déﬁnit comme étant la projection de la distance ||PA||
sur l'axe virtuel ||PD||. Les n÷uds A, B et C ont un progrès positif, alors que le
n÷ud E possède un progrès négatif.
Cette thèse est accessible à l'adresse : http://theses.insa-lyon.fr/publication/2012ISAL0070/these.pdf 
© [I. Amadou], [2012], INSA de Lyon, tous droits réservés
2.2. Routage géographique : Concepts fondamentaux 23
2.2.2 Routage en bordure de trou
Le problème de minimum local est un déﬁ majeur dans les réseaux de capteurs.
Il impacte tant sur les performances des protocoles de routage que sur des besoins
en terme de couverture de zones. [47, 97, 132] présentent un aperçu de quelques
solutions existantes pour des problèmes de couverture. La ﬁgure 2.2 illustre ce phé-
nomène. Dans la suite de cette sous-section, nous nous concentrons sur des solutions
proposés dans la littérature pour traiter des problèmes de trou dans les protocoles
de routage. Ces solutions peuvent se décomposer de la manière suivante :
Fig. 2.2: Exemple de situtation où le n÷ud S se trouve être un minimum local. Sa
zone glouton est représenté par l'intersection des deux demi-cercles de centre S et
D.
Routage sur un graphe planaire
Le routage sur un graphe planaire a été initialement proposé par Bose & al pour
le protocole de routage Greedy-Face-Greedy [26] (connu sous le nom de Face routing)
puis adopté Karp & al pour GPSR [78] (connu sous le nom de Perimeter Routing).
L'idée principale dans cette stratégie est d'utiliser un graphe planaire construit au
niveau des n÷uds qui sont minimum locaux, puis le message est routé sur un des liens
incidents ou faces du sous-graphe issu de la planarisation en fonction de la règle de la
main droite (right-hand rule). Lorsqu'un n÷ud minimise la distance par rapport au
n÷ud minimum local, le routage bascule en mode glouton. La planarisation consiste
à retirer un certain nombre de liens dans la topologie physique du réseau de telle
sorte que la topologie logique ﬁnale n'ait pas des liens qui se croisent. Cela a pour but
d'éviter des boucles lors du processus de routage. Par conséquent, l'eﬃcacité de cette
stratégie est fortement lié à l'algorithme de planarisation. Le Relative Neighborhood
Graph (RNG) de Toussaint [54] et le Gabriel Graph (GG) de Li & al [141] sont les
plus connus de la littérature des protocoles de routage géographique sur des graphes
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planaires. D'un point théorie de graphe, si on considère un graphe G = (V,E),
V l'ensemble des sommets et E l'ensemble des arêtes. Soit H = (V,E′) le graphe
resultant de l'application des algorithmes de planarisation avec E′ un sous-ensemble
des arête de E (E′ ⊂ E). Pour le Relative Neighborhood Graph (respectivement
le graphe de Gabriel), l'arête (u v) existe dans H entre ces deux sommets si et
seulement si : La lune formé par l'intersection des cercles de sommets u et v et de
rayon ||uv|| est vide (respectivement Le cercle de diamètre ||uv|| est vide). La ﬁgure
2.3 illustre bien cette situation.
(a) GG (b) RNG
Fig. 2.3: Graphe de Gabriel (GG) (2.3a) et le Relative Neighborhood Graph (RNG)
(2.3b). Par exemple, le lien (u,v) existe si et seulement si : le cercle de diamètre uv
est vide pour GG (2.3a). La lune forme par l'intersection des cercles de centre u et
v est vide pour RNG (2.3b)
.
Stratégie du marquage du trou
L'idée principale de cette stratégie consiste initialement pour chaque n÷ud à
découvrir la topologie locale aﬁn d'indentiﬁer s'il est un minimum local ou pas.
Ensuite le n÷ud procède à la découverte de la bordure du trou. Cette information
est stockée localement aﬁn d'être utilisée éventuellement pour router les messages
sur les bords du trou. Cette procèdure peut être appliquée à la demande, lorsqu'on
réçoit un message à router ou de façon préalable après le déploiement du réseau.
BOUNDHOLE de Qing & al est le plus connu dans la littérature [48]. La stratégie
consiste à utiliser la règle TENT pour identiﬁer les n÷uds qui sont minimum locaux,
puis l'algorithme BoundHole est appliqué pour construire des routes sur les bords du
trou par un processus de marquage. Très récemment, Duda & al [129] ont proposé un
processus de marquage des secteurs des trous permettant de les éviter au préalable
aﬁn d'employer uniquement le routage glouton dans les réseaux mailles.
Cette thèse est accessible à l'adresse : http://theses.insa-lyon.fr/publication/2012ISAL0070/these.pdf 
© [I. Amadou], [2012], INSA de Lyon, tous droits réservés
2.3. Les limitations des protocoles de routage géographiques 25
Routage par inondation
Cette stratégie utilise l'inondation simple pour contourner les trous. Dans One-
hop Flooding [70], les auteurs proposent d'inonder son 1-voisinage à chaque saut
jusqu'à trouver un n÷ud optimal qui minimise la distance par rapport au n÷ud
minimum local où le routage glouton s'est arrêté. Partial Hop-by-hop Routing
[122] inonde le réseau aﬁn de découvrir la route complète vers le destinataire du
message, puis de procèder à un routage saut-par-saut jusqu'au destinataire. La route
construite est stockée dans la table de routage pour d'éventuels futurs messages.
Dans Partial Source Routing (PSR) [34], les auteurs proposent une inondation
restrictive avec un TTL limité aﬁn de trouver un n÷ud optimal par rapport au n÷ud
minimun local. Une fois que la réponse du n÷ud optimal est reçue, le protocole utilise
un routage par source du n÷ud minimum local vers le n÷ud optimal.
2.3 Les limitations des protocoles de routage géogra-
phiques
Après avoir présenté dans la section 2.2 les principes généraux du routage géo-
graphique et un aperçu des diﬀérentes stratégies qui existent dans les protocoles de
routage géographique de l'état de l'art, dans cette section, nous allons discuter des
limitations des approches pro-actives et des failles de certains de ces algorithmes
complémentaires. Dans un premier temps, nous présentons les limitations du pro-
tocole hello utilisé pour construire les tables du 1-voisinage qui sont utilisées pour
router les messages. Et enﬁn, nous discutons des limitations liées aux algorithmes
de routage en bordure de trou.
2.3.1 Limitation de la découverte du voisinage
Traditionnellement, le protocole de routage géographique utilise les informations
du voisinage local contenues dans sa table de routage pour sélectionner le prochain
saut du message lors des processus de routage. Cette information est acquisé de fa-
çon pro-active et périodique par chaque n÷ud à travers l'envoi d'un message hello
pour annoncer sa présence dans le réseau ou dans le voisinage du récepteur. Le mes-
sage hello contient l'identité et sa position géographique dans le réseau du n÷ud. À
la réception d'un hello, chaque n÷ud récepteur rajoute ou met à jour dans sa table
de voisinage l'identité et la position géographique et établit pour la même occasion
l'horloge d'alarme pour l'entrée du n÷ud dans la table. Lorsque cette alarme ar-
rive à l'expiration, l'entrée du n÷ud est supprimée de la table de routage du n÷ud.
Nous rappelons que sur les diﬀérents composants d'un capteur, le module de com-
munication radio est l'élément qui consomme la majorité de l'énergie d'un capteur
[62, 109]. Par exemple, la radio dépense 1µJ pour transmettre 1 bit d'information
et 0.5µJ pour recevoir cette information. Alors que pour 100 instructions exécutées,
le processeur ne consomme que 0.8µJ [62]. Donc, comme nous l'avons souligné dans
l'introduction, pour maximiser la durée de vie du réseau, nous devons à tout prix
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diminuer les échanges. [60] présente un panaroma complèt des eﬀets néfastes que
peut apporter l'utilisation des messages hellos dans les réseaux mobiles ad hoc,
puis propose une optimisation de la fréquence d'envoi de ces messages en fonction
de la dynamique dans le voisinage d'un n÷ud. Certes en optimisant la fréquence, on
peut optimiser ou augementer la charge en terme de contrôle dans le réseau. Dans
l'hypothèse qu'on réduit la charge de contrôle dans le réseau, on ne diminue en
aucun cas la consommation d'énergie liée à leur utilisation. En outre, les messages
hello sont envoyés indépendamment du traﬁc des données utiles. En eﬀet, même
si nous arrivons à optimiser sa fréquence d'émission en fonction du traﬁc, nous ne
faisons que repousser de très peu dans le temps la viabilité du réseau dans ces deux
cas.
[24, 32, 53, 67, 87, 120, 125, 133, 150] présentent un aperçu des travaux sur
l'optimisation des messages hello dans les réseaux mobiles ad hoc. L'objectif de ces
travaux est de pallier les problèmes de perte de liens qui peuvent se produire dans
un réseau mobile ad hoc. Cela induit en eﬀet une dégradation des performances en
terme de taux de livraison et de délai de bout-en-bout des protocoles de routage.
Certains de ces travaux mettent en évidence l'utilité d'avoir de l'optimisation dans
les protocoles de routage utilisant des messages hello dans les réseaux mobiles ad
hoc, mais ils ne se sont jamais posés la question de l'énergie : Comment pouvons-
nous prendre en compte la consommation d'énergie ? Aujourd'hui, à l'ére du Green
Networking [25], nous savons que l'énergie est au c÷ur des préoccupations des in-
dustriels et des scientiﬁques qui interviennent dans la conception des systèmes et des
protocoles de communications des réseaux. En outre, la plupart de ces travaux ne
considèrent que l'impact qui est dû à la mobilité physique des n÷uds dans le réseau,
alors qu'il existe bel et bien d'autres formes de mobilité qui sont liées à la dynamique
du réseau même quand ce dernier est quasi statique tels que : Les ﬂuctuations des
liens radios, une panne brutale de l'équipement de communication, réapparition des
nouveaux n÷uds, des interférences et des collisions. Cela est une conséquence directe
des hypothèses sur le modèle radio de communication utilisé dans ces études qui est
en générale basé sur un modèle de disque unitaire (Unit Disk Graph (UDG)) issu de
la théorie des graphes. Ce modèle de canal est idéal et ne prend pas en compte des
phénomènes physiques du canal radio qui peuvent introduire de l'évanouissement
(fading), les eﬀets de masque (shadowing) en plus de l'aﬀaiblissement (path loss)
sur la distance euclidienne parcourue. Discustons maintenant des inconvénients de
l'utilisation des messages hello dans les réseaux de capteurs.
Inconvénients des messages hello
Comme dans [60], dans cette sous-section nous les classiﬁons en deux classes :
Les inconvénients directs et indirects.
Les inconvénients directs.
• Collision / interférence : Puisque nous les utilisons indépendamment des
conditions de traﬁc dans les réseaux, ces messages peuvent interférer ou entrer
en collision avec une transmission de données en cours pour une source de
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données. Cela conduit à une erreur de réception ou simplement la réception
d'un signal non décodable par le récepteur. En eﬀet pour la source, la seule
façon de savoir si sa transmission s'est bien déroulée est d'attendre la ﬁn du
délai d'attente de l'acquittement. À la ﬁn du délai d'attente la source doit
retransmettre à nouveau sa donnée. Tout cela crée des congestions, induit un
délai supplémentaire et rajoute un surcoût de consommation d'énergie.
• Ressources : L'usage de ces messages induit une consommation de ressources
tant en terme de bande passante dans le réseau qu'en terme de calcul au niveau
du processeur et de mémoire de stockage sur un capteur.
• Consommation d'énergie : Les messages hello sont générés indépendam-
ment des données utiles de façon périodique, donc ils consomment périodi-
quement de l'énergie qui est un surcoût de consommation supplémentaire qui
pourrait être utilisée autrement que de n'envoyer que des contrôles. De plus, la
charge de traﬁc dans un réseau est en général très faible à comparer à leur fré-
quence d'envoi. À tout cela nous pouvons rajouter les coûts d'énergie induits
par les eﬀets de collisions ou interférences possibles.
Les inconvénients indirects. Ces inconvénients sont principalement liés aux in-
formations qu'apportent ces messages aux n÷uds dans les réseaux. Ces données
sont parfois inexploitables à cause des eﬀets du canal radio comme l'asymétrie des
liens, les variations temporaires des propriétés des liens ou des eﬀets qui sont dûs
à l'inexactitude des informations contenues dans les tables routage. Pour minimiser
l'impact des eﬀets du canal radio, Stankovic & al [158] proposent d'utiliser des liens
sysmètriques lors du routage. Mais cela nécessite une découverte du 2-voisinage et
par conséquent augmente le surcoût d'information de contrôle supplémentaire dans
les messages hello. À tout cela, il faut rajouter les eﬀets néfastes induits par un
mauvais dimensionnement du protocole hello [22]. En cas d'utilisation d'une in-
formation inexacte contenue dans la table de routage et en présence de MAC de
type 802.11 DCF, l'utilisation du mécanisme de retransmission de la couche MAC
conduit à plusieurs tentatives de retransmissions avant que ce dernier notiﬁe à la
couche de routage que le n÷ud récepteur est injoignable. Pour illustrer l'impact
des retransmissions, nous considérons un modèle de consommation d'énergie par
saut de type : E1saut = Etx + Nvoisin × Erx, la consommation d'énergie dûe aux
7 tentatives coûte 7 ∗ E1saut et cela sera une énergie perdue, donc un gaspillage
inutile de ressource. En terme de délai, à chaque tentative la taille de la fenêtre de
contention qui est initialement à CWmin = 32, est doublée (CWi+1 = 2 × CWi)
jusqu'à atteindre sa valeur maximale (CWmax = 1024). En terme de délai, le délai
moyen, avant que la couche routage prenne connaissance de cette information, sera
environ de 31+63+127+255+511+1023+10232 × Tslot = 30ms. Si ce phénomène se produit
à chaque saut du paquet jusqu'à la destination, cela coûte Lp × E1saut en terme
d'énergie perdue et introduit un délai additionnel de bout-en-bout 30ms×Lp (Avec
Lp le nombre de sauts source-destination). Il suﬃt que Lp augmente pour voir que
l'impact est très important.
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2.3.2 Limitation des stratégies de routage en bordure de trou
Après avoir vu précédemment les inconvénients liés à l'utilisation des protocoles
de découverte du voisinage, dans cette sous-section nous allons discuter des limita-
tions des algorithmes de routage en bordure de trou.
•Routage sur graphe planaire. Comme nous aﬃrmons dans la sous-section 2.2.2,
l'eﬃcacité de la stratégie de routage sur un graphe planaire repose essentiellement
sur la capacité des algorithmes de planarisation à fournir un graphe planaire. En
eﬀet, la planarisation n'est applicable qu'avec un modèle de canal radio ayant des
propriétés physiques parfaites comme le modèle à disque unitaire (UDG) avec des
portées de transmission uniformes et des liens radio sysmètriques [55, 80]. Cepen-
dant, dans un evironnement réel de déploiement, les propriétés physiques du canal
ne sont pas parfaites. Les portées de transmission sont très irrégulières, car elles
subissent les eﬀets de propagation des ondes radios comme les eﬀets de masques
(shadowing) et les évanouissement (fading). Dans cette situation, la planarisation
déconnecte le graphe initial, ce qui rend le routage ineﬃcace avec des taux de livrai-
son très faibles. La ﬁgure 2.4 illustre un scénario avec des portées radio irrégulières,
où le graphe issu de la planarisation avec l'algorithme du graphe de Gabriel est non
connexe.
• Stratégie de marquage. Cette stratégie nécessite un surcoût de contrôle sup-
plémentaire pour marquer le trou. En outre, ces approches ne sont pas adaptées
aux environnements radio réalistes ayant des propriétés topologiques très variables
et surtout lorsque les trous ne sont pas permanents dans le réseau. Cela conduit à
une sous-optimalisation des protocoles de routage et a tendance à agrandir le trou
connu sous le terme hole diﬀusion problem [148].
• Stratégie de routage par inondation. La faiblesse de cette stratégie est liée
à son mécanisme d'inondation du réseau qui n'est pas eﬃcace en terme de consom-
mation d'énergie, même quand cette dernière est faite de façon restrictive. Contrai-
rement aux autres stratégies, cette stratégie garantit un très bon taux de livraison
tant qu'un chemin existe dans le réseau.
Fig. 2.4: Exemple de situtation où le graphe resultant de la planarisation est dé-
connecté à cause des propriétés des couches physiques réalistes du canal radio.
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2.4 Protocoles de routage géographique sans message
hello
Après avoir discuté des limitations du mécanisme de découverte du voisinage
des protocoles de routage géographique avec message hello, dans cette section,
nous présentons un état de l'art des protocoles de routage géographique sans mes-
sage hello qui découvrent de manière réactive les prochains sauts des messages.
Ces approches ont été intialement proposées dans le but de pallier les problèmes
liés à l'utilisation des messages hello dans un environnement mobile. Ils utilisent
les mêmes stratégies de relayage que les approches avec message hello, à la dif-
férence près qu'ils n'utilisent pas les messages hello périodiques pour acquérir les
informations du 1-voisinage. La découverte du voisinage est faite uniquement à la
demande à travers un mécanisme de contention sélective [29] ou globale [59]. Lors-
qu'une source a une donnée à envoyer à une destination, la procèdure de routage en
mode glouton se base sur les étapes suivantes :
• Diﬀusion de la donnée : Il consiste initialement à diﬀuser dans son voisi-
nage radio un message contenant la donnée comme dans BLR [59], BOSS [115]
et CBF [52] ou du contrôle à l'image des protocoles IGF [29], OGF [34], Ge-
RaF [159] et EBGR [154] puis à armer un temporisateur d'attente maximale
durant laquelle il attend une éventuelle réémission du message ou de réponse
de la part d'un de ses voisins. À la réception du message chaque n÷ud déter-
mine en fonction de sa position et des informations contenues dans l'entête du
message s'il peut prendre part à l'étape suivante. La participation d'un n÷ud
à l'étape suivante implique que ce dernier est dans la zone de relayage glouton
déﬁnie.
• Armement d'un temporisateur de ré-émission : Chaque n÷ud calcule
un délai d'attente additionel dont la valeur est inférieure ou égale celle qui
est tirée par la source. Chaque n÷ud calcule son délai d'attente en fonction
du progrès ou la distance à l'image des protocoles BLR [59], BOSS [115], CBF
[52], [34] et GeRaF [159] qu'il peut oﬀrir au message de donnée. Il est aussi pos-
sible d'avoir une fonction de délai qui combine le progrès et l'énergie résiduelle
à l'image du protocole IGF [29] ou de privilégier des n÷uds qui minimisent la
consommation d'énergie par saut à l'image du protocole EBGR [154]. En eﬀet,
si c'est le progrès qui est le critère de choix, plus le progrès est important en
terme de distance euclidienne, plus le délai d'attente de ce dernier est court.
Pour une majorité de ces protocoles, le critère de choix porte essentiellement
sur le progrès.
• Sélection du prochain saut : Selon les protocoles, nous distinguons deux
façon d'élire le prochain saut : par auto-élection avec transmission de la don-
née ou par envoi d'un message de contrôle supplémentaire à la source pour
notiﬁer qu'on est candidat. Dans le premier cas de ﬁgure, lorsque le temporisa-
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teur du n÷ud ayant le plus court délai d'attente expire, ce n÷ud s'auto-électe
comme prochain saut du message et rediﬀuse à son tour le message de don-
née dans son voisinage. Lorsqu'un n÷ud reçoit la rediﬀusion du message s'il
a un temporisateur en attente, il arrête son temporisateur, puis repasse à la
première étape. Dans le second cas, il s'ensuit une phase d'échanges de mes-
sages de contrôles à l'image du mécanisme de type 3-way handshake, le n÷ud
répond par un message de contrôle. À la réception de ce message, la source
stoppe son temporisateur de ré-émission et répond avec le message de donnée
à ce dernier. La donnée acquitte et notiﬁe au n÷ud qu'il est le prochain saut
du message. Comme dans le premier cas, la réception du message de contrôle
stoppe tout temporisateur en suspens si le n÷ud qui a répondu est dans la
zone gloutonne.
Si au bout de ces étapes, la source ne reçoit pas de réponse positive d'un n÷ud de
progrès, le routage bascule en mode contournement de trou. Si la stratégie de rou-
tage par contournement de trou est la planarisation, le n÷ud découvre l'ensemble de
son voisinage, puis procède à la planarisation du graphe physique de son voisinage
avant de router avec la règle de la main droite sur les faces du graphe planaire.
Implicit Geographic Forwarding (IGF). IGF de Blum & al [29], est le pre-
mier protocole de routage géographique sans message hello. Ce protocole est basé
sur une approche transverse entre la couche MAC et la couche routage. Il com-
bine une couche MAC 802.11 DCF modiﬁé avec le routage glouton pour former
une couche transverse. Le routage est utilisé sur une zone restreinte en forme de
secteur d'un angle de 30(voir Fig. 2.5) dans la direction du destinataire. La zone
est dimensionnée de telle sorte que toute rediﬀusion à l'intérieur de la zone est
bien reçue par tous les les n÷uds de la zone sous les hypothèses d'un canal ra-
dio idéal. Cela permet d'éviter les réplications de message. En très forte densité,
IGF garantie un très bon taux de livraison mais ne fonctionne qu'en mode glou-
ton car il ne propose aucune stratégie de routage en bordure de trou. Conten-
Fig. 2.5: Secteur de 30 symétrique : Zone de relayage glouton de IGF [29]. Les
petits cercles sur fond noir représentent les n÷uds de la zone de relayage de IGF.
tion Based Forwarding (CBF). Contrairement à IGF, CBF de Mauve & al
[52] exploite l'ensemble des n÷uds de la zone de relayage glouton. Pour réduire
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les réplications de message de données qui peuvent se produire en prenant toute
la zone glouton, les auteurs proposént deux autres approches : un découpages de
la zone de relayage glouton en trois sous-zones ou par l'utilisation un mécanisme
de type 3-way handshake pour sélectionner le prochain saut. Dans le premier cas,
la phase de suppression est faite à l'image d'IGF sur trois zones diﬀérentes, mais
ceci requiert trois rediﬀusions de la part de la source pour trouver le prochain saut
du message dans le pire cas de situation. Si la première sous-zone n'est pas vide,
l'algorithme de relayage se limite uniquement à une transmission pour trouver le
prochain saut du message (voir Fig. 2.6). La seconde méthode utilise un méca-
nisme de sélection active à travers des messages RTF-CTF-DATA. De par ses atouts,
le découpage en trois sous-zones est la stratégie adopte lors des diﬀérentes études
contrairement aux second qui introduit des messages de contrôles supplémentaires.
Fig. 2.6: Zone glouton : Zone de relayage du protocole CBF [52]. Le découpage en
trois sous-zones de la zone glouton utilise lors des phases de relayage de CBF sont
illustrées par ce schèma.
Beacon-Less Routing (BLR). BLR de Marc & al [59] alterne entre un rou-
tage géographique sans message hello et sans connaissance du voisinage basé sur
une diﬀusion locale et un routage unicast en fonction l'état actuel des tables de
routage des n÷uds. Par conséquent, les n÷uds n'utilisent pas toujours la diﬀusion
pour router un message dans leurs voisinages et utilisent une zone de relayage cir-
culaire (voir Fig. 2.7) de diamètre la portée de transmission des n÷uds avec des
hypothèses comme une portée radio de communication uniforme et des liens sy-
métriques. Lorsqu'une source de données a une entrée dans sa table de routage
sur un n÷ud voisin situé dans la zone de relayage, à travers lequel il a déjà routé
un message, il transmet toujours son message de données en unicast à ce dernier.
Les entrées des n÷uds dans la table de routage sont valides temporairement. L'ob-
jectif est de pouvoir sélectionner de nouveaux n÷uds, potentiellement bien placés
par rapport aux n÷uds utilisés. Cela est valable uniquement en présence de mobilité.
Beacon-Less On Demand Strategy for Geographic Routing in Wireless
Sensor Networks (BOSS). BOSS de Juan A & al [115] est proposé dans le but
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Fig. 2.7: La zone de relayage d'un n÷ud dans le protocole BLR [59] est représenté
par le cercle.
de répondre aux problèmes d'erreurs de transmission dans les environnements radio
réalistes et utilise une fonction discrète de délai basé sur des sous-zones (voir Fig.
2.8) aﬁn de réduire les collisions et le nombre explosif des messages dupliqués observé
dans les premiers protocoles de routage sans hello. Il se base sur un mécanisme de
3-way handshake : DATA-REPONSE-SELECTIVE pour sélectionner le prochain saut d'un
message. Geographic Random Forwarding (GeRaF). GeRaF de Zorzi & Rao
Fig. 2.8: Organisation en sous-zone de la portée radio de communication d'un n÷ud
dans le protocole BOSS [115].
[159] est similaire au protocole IGF dans sa façon d'intégrer une couche MAC et un
algorithme de routage glouton avec une répartition de la zone de relayage à plusieurs
niveaux de priorités. Il se base sur le même principe de relayage et utilise la distance
la plus importante comme le critère de sélection du prochain saut d'un message. À la
diﬀérence des protocoles cités précédemment, GeRaF utilise deux fréquences diﬀé-
rentes pour éviter des collisions. Pour une meilleure gestion de l'énergie des n÷uds,
les n÷uds s'endorment et se réveillent régulièrement aﬁn de vériﬁer l'activité des
deux canaux.
On-demand Geographic Forwarding (OGF). Similaire à BLR [59], OGF de
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Dazhi & Pramod [34] utilise le principe du routage géographique sans hello unique-
ment lorsque la table de voisinage d'un n÷ud est vide. Lorsque la table de voisinage
est vide, le n÷ud initie la phase de sélection du prochain saut à travers un mécanisme
de 3-way handshake. En présence d'un n÷ud minimum local, OGF utilise une dé-
couverte par inondation restrictive basée sur un TTL incrémental et un routage
par source (PSR) (voir section 2.2.2) vers le n÷ud optimal trouvé lors des phases
d'inondation.
BeaconLess Forwarding Planarization (BFP). BFP de Stojmenovi¢ & al [75]
est un algorithme de planarisation qui construit un graphe planaire de type GG
ou RNG à la volée aﬁn de minimiser le surcoût lié à la découverte complète du
1-voisinage pour les protocoles de routage géographique sans hello. En eﬀet, cela
suppose des hypothèses de liens symétriques et des portées radio uniformes. Cet
algorithme se base sur deux étape successives : Sélection et Protestation. Lors-
qu'un n÷ud minimum local veut construire le sous graphe planaire de son voisinage,
il transmet un message RTS. Lorsque ses voisins reçoivent le message, chaque n÷ud
calcule un délai additionnel d'attente en fonction de la distance ou de l'angle par
rapport au n÷ud minimum local, puis arme son temporisateur. Lorsque le tempo-
risateur d'un n÷ud expire, il répond par un message CTS au n÷ud minimum local.
Lorsqu'un n÷ud de priorité faible reçoit le message CTS, il se désengage et stoppe son
temporisateur. Si à la réception d'un message CTS, un n÷ud n'ayant pas répondu
constate une violation de la règle de ce dernier. il arme un second temporisateur
pour la seconde phase de protestation. Puis s'ensuit la phase de protestation. Lors
de cette phase, si un n÷ud remarque qu'il y eu violation, il proteste à travers un
message. Si au bout de la phase de protestation aucune réponse n'est reçue auprès
du minimum local, il envoie la donnée au n÷ud sélectionné à travers le message
select. La ﬁgure 2.9 illustre un exemple d'application du BFP pour contruire un
graphe de Gabriel.
Energy-Eﬃcient Beaconless Geographic Routing (EBGR). EBGR de Haibo
& Hong [154] utilise également un mécanisme de sélection du prochain saut à tra-
vers un 3-way handshake RTS/CTS/DATA tout en cherchant à minimiser l'énergie
nécessaire pour livrer le message de donnée à la destination. Il consiste initialement
à calculer la position d'un point idéal qui doit se trouver à une distance optimale qui
minimise le coût en energie d'une transmission. Cette distance optimale est calculée
en fonction du modèle d'énergie proposé dans [121], puis il sélectionne le prochain
saut parmi les n÷uds qui sont à l'intérieur des couronnes formées autour de ce point
idéal. Les couronnes forment la zone de relayage. EBGR utilise un algorithme de
planarisation basé sur l'angle issu de BFP pour contourner les trous dans le réseau.
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Fig. 2.9: Exemple d'application de BFP pour construire un graphe de Gabriel. Les
n÷uds c1, c2 et c5 répondent au n÷ud f respectivement dans l'ordre de citation.
On remarque que c5 viole la règle de construction du GG. Donc lors de la seconde
phase, le n÷ud c4 va protester à travers un message Protest auprès du n÷ud f en
indiquant que le n÷ud c5 a violé la règle de contruction. Cela permet ainsi de retirer
c5 du graphe GG ﬁnal.
2.5 Synthèses
Dans cette section, nous présentons une synthèse sur des protocoles de rou-
tage géographique sans hello. Nous mettons l'accès surtout sur les caractéristiques
communes de ces protocoles de routage, puis nous aborderons les caractéristiques
diﬀérentielles de ces derniers. En général, ils utilisent tous l'approche glouton qui
consiste à à minimiser à chaque saut la distance par rapport au destinataire et sup-
posent en général une uniformité des portées radio de communication avec des liens
symétriques. Ces derniers aspects impactent sur les performances de ces protocoles
dans un environnement radio réaliste où des eﬀets de propagation comme l'eﬀet de
masque et d'asymétrie des liens apparaissent. Or en sélectionnant le prochain le plus
loin possible, cela engendre des réplications de messages et un nombre important
de retransmissions. Cela crée en eﬀet une congestion dans le réseau et une surcon-
sommation d'énergie dûe aux messages repliqués et aux diﬀérentes retransmissions.
En plus de cela, les fonctions de délai utilisées se basent généralement sur la portée
radio de communication qui est supposée connue. Cela reste impossible dans un
environnement réel de déploiement. Nous rappellons par la même occassion que la
planarisation n'est pas applicable dans un environnement radio réaliste [55, 80] (voir
sous section 2.3.2). À l'exception de OGF [34], tous ceux qui utilisent un algorithme
de routage en bordure de trou route sur un graphe planaire. Et la planarisation dans
ce contexte a un coût supplémentaire en nombre de messages de contrôles, car cela
nécessite une découverte de l'ensemble du voisinage. Ces inconvénients seront au
c÷ur de nos préoccupations dans la suite de nos travaux. Ces protocoles diﬀèrent
par l'organisation des zones de relayage, la déﬁnition des fonctions des délais mais
également par le mode de fonctionnement. Les protocoles à l'image de IGF, GeRaF
Cette thèse est accessible à l'adresse : http://theses.insa-lyon.fr/publication/2012ISAL0070/these.pdf 
© [I. Amadou], [2012], INSA de Lyon, tous droits réservés
2.6. Conclusion 35
et OGF intégrent la couche MAC avec la couche de routage géographique, alors
que ces autres sont des protocoles de niveau routage, donc sans aucune intération
entre ces deux couches. L'approche transversale a l'avantage de réduire considèra-
blement l'intéraction entre ces deux couches et à l'avantage également de faciliter
l'utilisation d'un mécanisme d'endormissement. Il permet également de réduire la
charge de contention et aussi les replications de messages. Il y a ceux qui utilisent
une approche sans hello et sans contrôle comme BLR, CBF et ceux qui utilisent
des mécanismes de type handshake avec des messages de contrôles supplémentaires
pour sélectionner le prochain saut. Ces messages sont utilisés essentiellement pour
éviter qu'il y ait des messages repliqués (dupliqués) lors du processus de routage.
2.6 Conclusion
Les caractéristiques des réseaux de capteurs et les contraintes inhérentes des
capteurs comme l'énergie, la portée radio de communication etc.. constituent des
veritables déﬁs qui doivent être pris en compte dans la conception de protocoles
communication pour ces réseaux. Dans ce chapitre, après avoir présenté dans un
premier temps un panorama de protocoles de communication qui ont été proposés
dans la littérature pour optimiser la consommation d'énergie à diﬀérents niveaux
de la pile protocolaire d'un capteur, nous nous sommes concentrés par la suite aux
protocoles de routage géographique qui en raison de leurs atouts pour ces réseaux,
constituent des solutions idéales pour optimiser la consommation d'énergie des cap-
teurs. Plusieurs propositions de protocoles de routage géographique ont été faites
dans la litterature. Nous avons classiﬁé ces protocoles en deux catégories : les pro-
tocoles de routage géographique avec message hello et les protocoles de routage
géographique sans message hello. Après avoir introduit les concepts généraux du
routage géographique, nous avons introduit une discussion sur les limitations aux-
quelles on fait face lorqu'on utilise les protocoles de routage géographique avec mes-
sage hello. Ses limitations contribuent à dégrader les performances comme le taux
de livraison, le délai de bout-en-bout et la consommation énergie pour leurs appli-
cations contrairement aux protocoles de routage géographique sans message hello.
Il ne les utilisent pas aﬁn d'éviter les problèmes qui peuvent survenir lors de leurs
utilisations. Par la suite, nous avons présentè un état de l'art des protocoles de
routage géographique sans message hello. Enﬁn pour ﬁnir ce chapitre, nous avons
présenté une synthèse sur ces protocoles de routage en fonction des diﬀérences et
des caratéristiques que nous avons observées.
Toutefois, il existe beaucoup d'autres intérrogations par rapport à leur employa-
bilité dans les conditions radio réaliste. En outre, dans le routage géographique
plus généralement, une l'hypothèse sur l'existence des systèmes de coordonnées géo-
graphique comme le GPS est faite. Comme nous avons noté dans nos discussions,
ces protocoles sont proposés essentiellement pour pallier l'impact dû à la mobilité
physique du réseau et en général avec des hypothèses sur des liens bidirectionnels
radio et sur l'uniformité de la portée radio de communication d'un n÷ud. Les ré-
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seaux de capteurs en raison leurs caractéristiques, sont généralement des réseaux
statiques physiquement mais avec une forte dymanique qui est principalement dûe
aux ﬂuctuations du canal radio de communication, une non ﬁabilité de ce dernier, la
disparition ou réapparition soudaine de n÷uds à cause de panne ou à cause d'un re-
déploiement ou un réveil spontané de n÷uds. Les capteurs sont aussi caractérisés par
leurs propres contraintes en terme d'équipement embarqué. Dans le chapitre suivant,
nous allons proposer une modélisation de la consommation d'énergie de plusieurs
familles de protocoles des réseaux radio multi-sauts aﬁn d'étudier la consommation
d'énergie de ces protocoles en fonction d'un certain nombre de propriétés du réseau
et de l'application avec des hypothèses de lien radio réaliste. Pour mesurer l'impact
des systèmes GPS, nous rajoutons le coût de la consommation d'énergie d'un GPS de
la technologie U-BOX [13] dans le modèle des protocoles de routage géographique.
Cela permettra de mesurer leur eﬃcacité énergétique et de savoir dans lesquelles
conditions d'utilisation ces protocoles fournissent de meilleures performances.
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Chapitre 3
Avec hello ou sans hello ?
Dans le chapitre précédent, nous avons présenté un état de l'art des protocoles
de communication des réseaux radio multi-sauts de la littérature. Nous avons sur-
tout insisté sur les protocoles de routage géographique sans message hello qui par
leurs avantages, constituent des solutions prometteuses pour réduire la consomma-
tion d'énergie des messages hello. Ce sont des réseaux qui sont caractérisés par
une topologie physique dynamique. Cela est principalement dû aux caractéristiques
des capteurs et des propriétés du canal radio. Dans ce chapitre, nous présentons
une modélisation analytique de la consommation d'énergie de quelques familles de
protocoles de routage pour réseaux radio multi-sauts en prenant en considération les
propriétés topologiques du réseau, le modèle de traﬁc de l'application et des propriétés
physiques du canal radio de communication. Ce dernier est utilisé pour modéliser les
erreurs de réception possibles qui se produisent dans un environnement radio, puis
nous présentons une étude comparative des performances de ces protocoles.
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3.1 Introduction
De nombreux protocoles de routage ont été proposés dans la littérature des ré-
seaux radio multi-sauts [29, 33, 36, 44, 71, 95, 104, 105, 154]. Ces résultats clés
proposés sont des protocoles de routage / MAC qui ont pour objectif de réduire la
consommation d'énergie sans corrélation avec les propriétés topologiques du réseau
et sans aucune connaissance du modèle de traﬁc de l'application. Or il est fonda-
mental d'intégrer les propriétés structurelles du réseau et de l'application dans la
conception et le choix d'un protocole de routage pour réseaux de capteurs radio
multi-sauts. C'est tout l'enjeu de ce chapitre.
Contributions Pour réaliser cela, nous allons dans un premier temps proposer un
modèle analytique d'évaluation de la consommation d'énergie des protocoles de rou-
tage radio multi-sauts.
• Proposer un modèle analytique permettant de modèliser la consommation
d'énergie d'un protocole de routage. Le modèle proposé doit pouvoir prendre
en considération les propriétés structurelles du réseau comme le diamètre du
réseau et le nombre de n÷uds déployés avec des propriétés du canal radio
réalistes, les paramètres du protocole de routage et les caractéristiques des
applications
• L'application du modèle sur des protocoles de routage connus de la littérature
aﬁn d'analyser la consommation d'énergie de ces derniers.
• Mettre en évidence les avantages que peuvent oﬀrir les protocoles de rou-
tage géographique sans hello par rapport aux approches avec hello dans
une analyse plus complète où la dynamique du réseau est principalement dûe
aux propriétés du canal radio de communication. En eﬀet, nous allons essayer
de répondre à un certains nombre des interrogations que nous nous sommes
posées dans le chapitre précédent. Ces interrogations sont relatives à leur utili-
sation dans un environnement statique où l'énergie est la principale contrainte.
Ce chapitre est organisé de la manière suivante : La section 3.2 présente et discute
les hypothèses et le modèle du système que nous allons utiliser dans cette étude. La
section 3.3 présente le modèle analytique permettant de modèliser la consommation
d'énergie alors que la section 3.4 présente une analyse de la consommation d'énergie
de quelques familles de protocoles de routage pour réseau radio multi-sauts. Une
évaluation des performances de ces protocoles est proposée dans la section 3.5. Enﬁn,
nous concluons ce chapitre par la section 3.6.
3.2 Hypothèses et modèle du système
Dans cette section, nous introduisons les hypothèses utilisées dans ce chapitre,
le modèle du canal radio utilisé pour modèliser les erreurs de transmission sur le lien
Cette thèse est accessible à l'adresse : http://theses.insa-lyon.fr/publication/2012ISAL0070/these.pdf 
© [I. Amadou], [2012], INSA de Lyon, tous droits réservés
3.2. Hypothèses et modèle du système 39
radio et le modèle de consommation d'énergie utilisée.
3.2.1 Hypothèses
Nous supposons une distribution uniforme des n÷uds sur une surface à deux
dimensions. Le réseau est supposé dynamique avec des propriétés homogènes. Par
conséquent, les probabilités de perte d'un lien sur une route sont indépendantes
et ont la même probabilité d'apparition. La nature diﬀusante du canal radio dans
les réseaux radio multi-sauts, nous impose de prendre en compte les réceptions in-
vonlontaires des messages dans le voisinage de chaque n÷ud lorsqu'il transmet un
message. Nous supposons également que les messages transmis en unicast sont ac-
quittés à chaque saut du message aﬁn d'introduire une ﬁabilité des échanges. Aucun
mécanisme de handshake de type RTS/CTS n'est utilisé au niveau MAC. Enﬁn,
nous supposons un déploiement dense des n÷uds aﬁn de garantir le bon fonctionne-
ment des protocoles de routage géographique en mode glouton (i.e. absence de trou
dans la topologie).
3.2.2 Modèle de canal de propagation et radio
Modèle de propagation : shadowing
Pour caractériser des phénomènes qu'on observe en général dans les environne-
ments radio réalistes, dans cette étude nous modélisons le modèle de propagation
du canal radio par un modèle de shadowing [111] (eﬀet de masque). Dans ce mo-
dèle, nous distinguons deux composantes principales : la composante d'atténuation
en fonction de la distance parcourue par le signal et la composante aléatoire qui
reﬂéte en fait les variations introduites par la distribution du log-normal shadowing
à une distance donnée de l'émetteur. Avec ce modèle, la puissance de réception à
une distance d s'exprime par l'équation suivante :
Pr(d)[dBm] = Pt[dBm]− PL(d0)[dBm]− 10η log10
(
d
d0
)
+Xσ (3.1)
Où Pt[dBm] est la puissance de transmission. PL(d0)[dBm] + 10η log10
(
d
d0
)
est
l'atténuation en fonction de la distance, cette équation est elle-même formée de
l'atténuation à une distance de reférence d0 et de la composante d'atténuation en
fonction de la distance issue du Path Loss exponentiel (η). La dernière composante
Xσ est la composante de l'eﬀet de masque qui est une variable aléatoire gaussienne
de moyenne nulle et de variance σ.
Modèle radio
Dans les réseaux radio multi-sauts, les canaux radio de communication sont très
souvent soumis à des erreurs de transmission. Pour modèliser ces erreurs de trans-
mission, nous intoduisons un modèle de canal basé sur la probabilité de réceptionner
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correctement un message. Nous utilisons la même formulation que celle qui est uti-
lisé par Marco & Bhaskar [160] dans le cas d'un canal gaussien avec un bruit additif
blanc (AWGN). La formulation est donnée par l'équation suivante :
pf (γ(d)) = (1−BER(γ(d)))8f (3.2)
Où f est la taille du message en Octets, d la distance entre l'émetteur et le ré-
cepteur, BER(γ(d)) est le taux d'erreur binaire qui est obtenu en fonction de γ
(rapport signal à bruit (SNR)). Le SNR est généralement déterminé en fonction
de la modulation, du codage et des propriétés des émetteurs et récepteurs radio. Le
SNR peut se déﬁnir comme γ(d)[dBm] = Pr(d)[dBm]− Pn[dBm], où Pr(d)[dBm]
est la puissance de réception déterminée ci-dessus par le modèle de propagation et
Pn[dBm] est la puissance du bruit. Étant donné que les transmissions unicast sont
acquittées par le récepteur à qui le message est destiné localement, nous déﬁnissons
pr(γ(d)) comme étant la probabilité de réceptionner correctement l'acquittement
du récepteur par l'émetteur. Ceci permet de déﬁnir la probabilité de succès d'une
transmission unicast à un saut par pu = pf (γ(d))× pr(γ(d)). Nous déﬁnissons par p
la probabilité globale de succès après i− 1 retransmission comme une variable aléa-
toire qui suit une loi géometrique de paramètre pu. Cette probabilité p se formule
de la manière suivante :
p = (1− pu)i−1 × pu. (3.3)
Par conséquent, le nombre moyen de retransmissions nécessaires pour avoir un succès
à un saut se formule de la manière suivante :
NTx =
∞∑
i=1
i× pu × (1− pu)i−1 = 1
pu
(3.4)
À noter que cette dernière formulation est utilisée uniquement dans le cas d'une
transmission unicast à un saut. Dans le cas d'une inondation classique à un saut
cette valeur de NTx = 1.
En eﬀet du fait que le canal radio de communication est diﬀusant, toute transmission
dans le voisinage d'un n÷ud est supposée être reçue par l'ensemble des ses voisins,
ici nous déﬁnissons par Ncouverture, nombre moyen de n÷uds couverts qui ont correc-
tement décodé les données lors d'une transmission locale. Si nous supposons qu'un
n÷ud e possède Γ voisins dans son 1-voisinage. En supposant que la probabilité de
recevoir correctement le message transmis par le n÷ud e par l'ensemble des Γ voisins
est indépendante et basée uniquement sur la qualité du lien entre le n÷ud e et les
voisins ciblés, nous déﬁnissons le nombre moyen de n÷uds couverts par la formule
suivante :
Ncouverture =
Γ∑
i=1
pf (γ(de,i)). (3.5)
Où, de,i est la distance euclidienne entre le n÷ud e et un n÷ud voisin i appartenant
à Γ.
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3.2.3 Modèle d'énergie
Dans la littérature, plusieurs modèles de consommation d'énergie ont été pro-
posés pour réseaux radio multi-sauts. Dans ce chapitre, nous utilisons le modèle
décrit dans [77], qui modélise la consommation d'énergie avec deux composantes
principales : l'énergie consommée pour la transmission et l'énergie consommée pour
la réception au niveau du récepteur. Les propriétés du canal radio nous obligent à
redéﬁnir l'énergie consommée lors de la réception en prenant en compte l'énergie
consommée par les réceptions invonlontaires, même quand ces dernières ne sont pas
décodables. Cela permet ainsi de modéliser de manière plus réaliste la consomma-
tion d'énergie pour la transmission d'un bit d'information dans le 1-voisinage de
l'émetteur par la formule suivante :
Ebit = Ebit/tx + Γ× Ebit/rx (3.6)
Où Ebit/tx et Ebit/rx sont respectivement l'énergie consommée pour la transmission
et la réception d'un bit d'information, Γ le nombre moyen de voisins qu'un n÷ud
posséde dans son 1-voisinage. Ces deux composantes de la consommation d'énergie
se décrivent de la manière suivante :
Énergie de transmission
Ebit/tx =
(
PtxElec + PAP
Rbit
)
(3.7)
Où PtxElec, PAP et Rbit sont respectivement la puissance nécessaire pour les compo-
sants électroniques actifs lors de la transmission, la puissance requise pour l'ampliﬁ-
cateur de puissance de l'émetteur radio pour transmettre un bit d'information à une
distance donnée et le débit binaire. Contrairement PtxElec qui est une constante, PAP
est une valeur qui dépend principalement de la puissance de transmission utilisée.
Cela s'exprime par la manière suivante :
PPA =
1
ηPA
Ptx (3.8)
Où Ptx est la puissance de transmission et ηPA est l'éﬃcacité de l'ampliﬁcateur de
puissance.
Énergie de réception
Ebit/rx =
PrxElec
Rb
(3.9)
Où PrxElec est la puissance requise lors de la réception d'un message pour les com-
posants électroniques actifs, cette dernière est également une constante.
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3.3 Méthodologie et modèle
Dans cette section, nous introduisons notre modèle analytique d'évaluation de
la consommation d'énergie des protocoles de routage dans les réseaux radio multi-
sauts. Il consiste dans un premier temps à identiﬁer tous les paramètres du modèle :
les caractéristiques du réseau, de l'application et des paramètres du protocole de
routage. Puis, à partir de ces derniers, nous déterminons le coût en énergie de chaque
protocole de routage.
3.3.1 Méthodologie et paramètres du modèle
La première étape consiste à identiﬁer les paramètres intervenant dans la modè-
lisation de la consommation d'énergie d'un protocole.
• Tout d'abord, nous identiﬁons les diﬀérents messages qui sont utilisés par les
protocoles de routage. Puis pour chaque message nous déterminons si c'est un
message unicast ou Broadcast. Et pour chaque type de message nous détermi-
nons sa taille et sa fréquence d'émission.
• Nous modèlisons le réseau en fonction des paramètres suivants : le diamètre, le
modèle de propagation du canal radio, le nombre moyen de voisins d'un n÷ud
qui est noté par Γ, la dynamique du réseau qui est exprimée par le taux de
perte des routes fRB = fB × LP , où fB est le taux de perte des liens et Lp la
longueur du chemin d'une paire de source/destination. Cette dynamique nous
permet de tenir compte de la mobilité des n÷uds ou de leur disparition dans
le réseau ou de l'instabilité des liens radios dans le temps.
• Nous modèlisons la longueur du chemin entre une source et la destination par
le facteur d'allongement du chemin, que nous notons par αp par rapport à la
distance optimale en nombre de sauts p. Il est fourni par un algorithme de
plus court chemin comme Dijkstra [43].
• Les caractéristiques de l'application sont décrites par le taux de génération ou
le modèle de traﬁc et le nombre de destinations dans le réseau.
• L'énergie dissipée par un protocole de routage est la somme des coûts en éner-
gie des diﬀérents messages de contrôles utilisés par ce dernier et du coût en
énergie des données générées par l'application.
Le tableau 3.1 résume les paramètres citées ci-dessus.
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Paramètres du réseau
n Le nombre de n÷uds dans le réseau
Γ degré moyen d'un n÷ud
fB Le taux de perte d'un lien
fRB Le taux de rupture d'une route
Les paramètres de l'application
fD Le taux de traﬁc de données (paquets/s)
ND Le nombre de destinations dans le réseau
Les paramètres du protocole
p La longueur du plus court chemin (nombre de sauts)
αP Le facteur d'allongement du chemin d'un protocole
Lxx Le nombre moyen de sauts
Bxx Le nombre moyen de messages d'inondation de type XX
fPU Le taux de rafraîchissement des informations de positionnement
S La taille d'un message (bits)
f Le taux des messages de contrôles
Tab. 3.1: Les paramètres du modèle
3.3.2 Le modèlisation du coût en énergie
Dans cette sous-section, nous présentons l'outil de modèlisation analytique de
la consommation d'énergie des diﬀérents types de messages. Ces messages sont en
général de type unicast et broadcast. Pour les messages de broadcast, nous pouvons
identiﬁer deux types : les messages de diﬀusion locale (broadcast local) et les messages
de diﬀusion globale (broadcast globale). Les premiers sont diﬀusés uniquement dans
le 1-voisinage alors que les seconds sont diﬀusés dans tout le réseau ou de façon
restrictive vers une zone particulière du réseau.
Le coût en énergie des messages unicast
Nous exprimons le coût en énergie de l'émission d'un message unicast à un saut
par EDtot et ce coût se déﬁnit par la formule suivante :
EDtot = fD ×ND × (SD + SACK)×NTx × Ebit (3.10)
Où nous déﬁnissons par SD la taille du message transmis par l'émetteur et SACK la
taille du message d'acquittement renvoyé par le récepteur du message. NTx introduit
dans l'équation (3.4) désigne le nombre moyen de retransmissions nécessaires pour
avoir un succès. On rappelle que Ebit déﬁnit dans l'équation (3.6) intégre le coût
d'émission et de réception dans le voisinage. Dans le cas d'une transmission multi-
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sauts sur Lp sauts, nous exprimons la formule (3.10) par l'équation suivante :
EDtot = fD ×ND × (SD + SACK)×
 Lp∑
i=1
N iTx
× Ebit (3.11)
Le coût en énergie des messages broadcast
De façon similaire au message de type unicast, le coût en énergie d'un message
de type broadcast que nous notons par EBrtot s'exprime de la manière suivante :
EBrtot = fBr × SBr ×BBr × Ebit (3.12)
Où, BBr exprime le nombre moyen de n÷uds participant à la diﬀusion du message.
Pour un message de broadcast local comme les messages hello, BBr = 1.
3.4 Application
Dans la suite de ce chapitre, nous allons appliquer la démarche méthodologique
et le modèle décrits précédemment pour évaluer le coût en énergie d'un certain
nombre de protocoles de routage des réseaux radio multi-sauts. Nous classiﬁons ces
protocoles selon les trois classes suivantes : les protocoles de routage basé sur la
topologie, les protocoles géographiques et les protocoles de routage basés sur une
marche aléatoire.
3.4.1 Les protocoles de routage basés sur la topologie
On y trouve deux sous-classes de protocoles : les protocoles pro-actifs comme
OLSR [36] et les protocoles réactifs à l'image de AODV [104]. Nous présentons pour
chaque sous-classe, un protocole de routage.
3.4.1.1 Le coût en énergie du protocole OLSR
Optimized Link State Routing (OLSR) [36]. Est un protocole de routage
pro-actif à état de lien des réseaux ad hoc. OLSR est une adaptation du protocole
OSPF des réseaux ﬁlaires pour les réseaux ad hoc sans ﬁl. Il hérite sa stabilité et
a l'avantage de fournir des routes qui sont optimales en nombre de sauts. C'est
un protocole qui optimise l'utilisation des ressources radio en réduisant le nombre
de messages de contrôle diﬀusés. Cela se fait par l'utilisation des relais multipoint
(MPR). OLSR consiste à échanger périodiquement des messages hello pour décou-
vrir le 1 et 2 voisinage et des messages de Topology Control (TC) sur la topologie
pour construire des routes vers tous les n÷uds du réseau. Le concept des relais mul-
tipoint (MPR) est utilisé pour optimiser l'inondation des informations topologiques
dans le réseau. Chaque n÷ud dans le réseau sélectionne un ensemble de n÷uds de
son voisinage comme MPR de telle sorte que toute diﬀusion de message de ce der-
nier est rediﬀusée uniquement par ses MPR. Un n÷ud sélectionne ses MPR parmi
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ses voisins à un saut avec lesquels il a un lien symétrique. Cet ensemble est choisi
de manière à couvrir tous les n÷uds qui sont à deux sauts. Les n÷uds sélectionnés
comme MPR annoncent régulièrement leur état dans les messages de TC qu'ils en-
voient dans tout le réseau. De cette façon, les n÷uds annoncent dans tout le réseau
qu'ils sont capables d'atteindre des MPR selector (i.e. des n÷uds qui les ont choisis
comme des MPR). Dans le calcul de la route, les MPR sont utilisés pour la mise
en place des routes d'un n÷ud donné vers tous les autres n÷uds du réseau. Nous
déﬁnissons par σ, le nombre moyen de MPR Selector pour chaque MPR. Il est
déterminé par simulation. Maintenant, nous allons exprimer le coût en énergie de
chaque type de message du protocole OLSR.
Le coût en énergie du message Hello (H) s'exprime de la façon suivante :
EHtot = fH × SH × Ebit (3.13)
Avec fH et SH qui sont respectivement son taux d'émission et sa taille.
Le coût en énergie du message TC peut s'exprimer de la manière suivante :
ETCtot = fTC × STC × Ebit ×BTC (3.14)
Étant donné que c'est un message diﬀusé uniquement par chaque MPR, nous déﬁ-
nissons par BTC , le nombre moyen de MPR sollicités lors de sa diﬀusion dans le
réseau. En eﬀet pour prendre en compte les messages de TC envoyés lors la perte
de lien entre un n÷ud MPR et un de ses n÷uds MPR Selector, nous rajoutons en
plus du taux d'émission de ce message conformément au standard, le surcoût lié à
la réémission de ce message lors d'un phénomène de ce genre. D'où nous déﬁnissons
ce taux ﬁnal par : fTC = f
(1)
TC + fB × σ. Où f (1)TC est le taux d'émission standard du
protocole OLSR.
Le coût total en énergie du protocole OLSR : En présence d'un traﬁc de
données entre une source et une destination qui sont à un distance Lp en nombre
de sauts, nous exprimons le coût total du protocole OLSR par l'équation suivante :
EOLSRtot = E
H
tot + E
TC
tot + E
D
tot (3.15)
3.4.1.2 Le coût en énergie du protocole AODV
Ad-hoc On Demand Distance Vector (AODV) [104]. Contrairement à
OLSR, AODV est réactif et est un protocole à vecteur de distance qui construit ces
routes uniquement à la demande. Lorqu'un n÷ud a besoin de router un message
vers une destination qui n'existe pas dans sa table de routage, il diﬀuse un message
Route Request (RREQ) pour construire une route vers le destinataire. Ce message
est rediﬀusé une seule fois par tous les n÷uds du réseau à l'exception du destinataire
ou de ceux qui ont un chemin actif vers la destination. La destination répond par un
message Route Reply (RREP) à la source. Lors du routage du message, lorsqu'une
perte de lien est observée sur la route, un message Route Error (RERR) est renvoyé
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à la source aﬁn de procèder à la reconstruction d'une nouvelle route. Les messages
hello sont utilisés pour maintenir l'état des liens dans le 1-voisinage. Lorsqu'une
perte de lien est détectée dans le 1-voisinage, un n÷ud reconstruit une nouvelle
route en envoyant à nouveau un message RREQ. Dans AODV [104], Les n÷uds em-
ploient quatre types de messages de contrôle : RREQ, RREP, RERR et hello. Nous
allons estimer maintenant le coût total en énergie des diﬀérents messages utilisés
par le protocole AODV.
Le coût en énergie du message RREQ s'exprime à travers l'équation suivante :
ERREQtot = fRREQ × SRREQ × Ebit ×BRREQ (3.16)
Où BRREQ est le nombre moyen de n÷uds qui participent à la diﬀusion du message
dans le réseau. En raison des propriétés réalistes du canal radio que nous avons
introduites dans le modèle, ce nombre est inférieur au nombre total de n÷uds (n)
dans le réseau. Étant donné que la construction d'une route est dépendante du taux
de génération du traﬁc de données et du nombre de destinations, nous exprimons le
taux des messages RREQ par la formule suivante :
fRREQ = ND(fD + fRB) (3.17)
Où fRB est le facteur dû à la reconstruction des routes lorsqu'une rupture de lien
est observée. Ce facteur peut être exprimé en fonction du taux de perte des liens et
de la longueur du chemin. Il est déﬁni également par la formulation suivante :
fRB = fBLAODV (3.18)
Le coût en énergie du message RREP s'exprime par la formule suivante :
ERREPtot = fRREP × (SRREP + SACK)
(
LAODV∑
i=1
N iTx
)
× Ebit (3.19)
Le coût en énergie du message RERR peut s'exprimer à travers la formule sui-
vante :
ERERRtot = fRERR × (SRERR + SACK)
(
LRERR∑
i=1
N iTx
)
× Ebit (3.20)
Où LRERR est la longueur moyenne que le message aura parcourue avant que le
message RERR ne soit renvoyé vers la source. Avec l'hypothèse introduite sur l'indé-
pendance et le caractère équiprobable des événements liés aux pertes de liens, nous
exprimons cette probabilité par lien sur un chemin de longueur LAODV , par 1LAODV .
Par conséquent, nous calculons la longueur moyenne du chemin par l'équation sui-
vante :
LRERR =
1
LAODV
(
LAODV −1∑
i=1
i
)
=
(LAODV − 1)
2
(3.21)
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Le coût en énergie du message hello s'exprime comme celui d'un message de diﬀu-
sion local (voir formule (3.12)).
Le coût total en énergie du protocole AODV : À l'image de la formula-
tion du coût énergie de OLSR, nous exprimons le coût en énergie total en présence
du traﬁc de données par la formule suivante :
EAODVtot = E
RREQ
tot + E
RREP
tot + E
RERR
tot + E
H
tot + E
D
tot (3.22)
3.4.2 Les protocoles de routage géograhique
Comme précédemment, ici nous abordons la modèlisation du coût en énergie
des protocoles de routage géographique : le protocole de routage géographique avec
message hello (GPSR [78]) et le protocole de routage géographique sans message
hello (CBF [52]). Ces protocoles se basent sur une information géographique de
type GPS. En plus des messages utilisés par les protocoles, nous prenons en compte
le coût en énergie de la localisation GPS et des rafraîchissements [13].
3.4.2.1 Le coût en énergie du protocole GPSR
GPSR [78] est le protocole de routage géographique le plus connu dans la litté-
rature de la catégorie des protocoles de routage géographique avec message hello.
GPSR utilise un seul type de message de contrôle : hello. Ce message est utilisé
pour construire la table du 1-voisinage. Les informations du 1-voisinage sont utili-
sées pour router les messages dans la direction du destinataire. Nous exprimons le
coût en énergie total du protocole GPSR par la formulation suivante :
EGPSRtot = E
H
tot + E
D
tot + E
PU
tot (3.23)
Où EPUtot = fPUEPU est le coût en énergie nécessaire pour rafraîchir les informations
de positionnement du n÷ud.
3.4.2.2 Le coût en énergie du protocole CBF
CBF [52] fait partie des protocoles de routage géographique sans message hello
qui s'exempte de ces messages. L'objectif principal est de pallier les problèmes qui
sont liés à l'utilisation des messages hello dans les réseaux mobile radio multi-sauts.
CBF est décrit en détails dans le chapitre 2. CBF utilise un seul type de message
de contrôle. Ce message de contrôle est utilisé sur le dernier saut du message de
données aﬁn d'acquitter sa bonne réception par le destinataire. Contrairement aux
autres protocoles cités ci-dessus, ici, nous remarquons que le seul message de contrôle
utilisé est employé en présence de traﬁc de données uniquement.
Étant donné que le message d'acquittement est envoyé uniquement au dernier relais,
nous exprimons son coût en énergie de la manière suivante :
EACKtot = fD ×ND × SACK × Ebit (3.24)
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Le coût en énergie d'un message de donnée s'exprime par la formule suivante :
EDtot = fD ×ND × SD × LCBF × Ebit (3.25)
Le coût total en énergie du protocole CBF peut s'exprimer de la manière
suivante :
ECBFtot = E
ACK
tot + E
D
tot + E
PU
tot (3.26)
3.4.3 Le coût en énergie de la marche aléatoire (RW)
La marche aléatoire a été présentée récemment comme un candidat poten-
tiel pour une large gamme d'applications des réseaux radio multi-sauts comme
le routage, la dissémination de requête ou de données et la découverte de service
[16, 20, 86, 94, 102]. Cet engouement est principalement lié aux avantages suivants :
sa simplicité dans sa mise en ÷uvre avec un surcoût de contrôle en général très
faible, son passage à l'échelle, son équilibrage de charge à travers un routage multi-
chemin et surtout grâce à sa robustessse face aux environnements dynamiques. En
général, on trouve deux approches de ces protocoles : une marche aléatoire avec
une connaissance du 1-voisinage et celle sans aucune connaissance. Cette dernière
approche est plus proche des algorithmes de diﬀusion probabiliste comme gossiping
[56] qui ont un surcoût de messages dupliqués très élevés. Contrairement à la se-
conde approche, dans la première approche, une hypothèse sur la connaissance du
voisinage est généralement faite via un message de type hello. Lorsqu'un n÷ud
veut router un message vers une destination, il sélectionne dans sa table de routage,
de façon aléatoire et uniforme, un de ses voisins, puis il relaie son message vers ce
dernier. Et ainsi de suite, le processus de routage continue jusqu'à la destination.
La fréquence des messages hello peut être adaptée en fonction du modèle de traﬁc.
Le modèle du coût en énergie que nous allons fournir ici se base sur cette dernière
approche. Le coût total en énergie d'un routage basé sur une marche aléatoire avec
un message hello peut s'exprimer de la manière suivante :
ERMAtot = E
H
tot + E
D
tot (3.27)
Une des faiblesses de la marche aléatoire est la longueur du chemin de bout-en-bout.
Cette dernière augmente en fonction de la taille du réseau et du nombre de n÷uds.
Ziv & al [20] fournit une analyse théorique permettant de dimensionner la longueur
du TTL des messages pour atteindre le destinataire sans qu'il y ait des messages qui
tournent indéﬁniment dans le réseau. Des résultats similaires ont été présentés par
Mabrouki & al dans [94]. Pour dimensionner la longueur du chemin de la marche,
nous nous basons sur leurs conclusions.
3.5 Étude analytique du coût en énergie
Après avoir présenté la modèlisation du coût en énergie de quelques protocoles
de routage de la littérature des réseaux radio multi-sauts, nous allons évaluer ana-
lytiquement en comparant les coûts en énergie des diﬀérents protocoles modèlisés
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précédemment dans cette section. Nous considérons une application des réseaux
de capteurs statiques où un seul puits est déployé. La zone d'intérêt est de taille
300 × 300 (m2). Sur cette zone, nous déployons également 1500 n÷uds de façon
aléatoire et uniforme. Grâce à l'algorithme de Dijkstra, nous considérons que la lon-
gueur du chemin fournit par le protocole OLSR [36] est optimale. Cela implique
que son facteur d'allongement αOLSR vaut 1. Le tableau 3.2 présente les paramètres
de conﬁguration des protocoles. Ces paramètres sont obtenus par simulation avec
WSNET [140].
Paramètres Valeurs
L'allongement du chemin de AODV : αAODV 2.50
La longueur du chemin de la marche aléatoire : TTLRW n2 [20]
L'allongement du chemin de GPSR : αGPSR 1.14
L'allongement de CBF : αCBF 1.15
Durée de vie d'une route pour AODV fD2
Durée de vie d'un lien 60s
Proportion des n÷uds MPR participant à l'inondation 60%
Nombre moyen de MPR par n÷ud 6
Nombre moyen de MPR Selector par n÷ud MPR 7
Nombre de destinations : ND 1
Le nombre de paquets par seconde : fD variable
Tab. 3.2: Les paramètres de conﬁguration des protocoles
Le canal de propagation est modélisé par des eﬀets de masques, ses paramètres
sont donnés dans le tableau 3.3. Ces paramètres sont conformes aux caractéristiques
du chipset radio CC2420 [113], qui présente un débit binaire de 250Kbps avec une
modulation basée sur Direct Sequence Spread Spectrum (DSSS) oﬀset-QPSK.
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Les paramètres du canal de propagation
Paramètres Description Valeurs
Frc La fréquence radio du chipset CC2420 2.4GHz
Ptx Puissance de transmission 0dBm
d0 Distance de référence 1m
PL(d0)[dBm] Atténuation à la distance de reférence 55dBm
η Path Loss exponentiel 4
σ Variance du Log-normal shadowing 6
Υth Seuil de sensibilité de récepteur −94dBm
Pn Bruit ambiant −110dBm
Paramètres du chipset CC2420 avec une modulation OQPSK [113]
Rbit Débit binaire 250Kbps
PtxElec Puissance électrique nécessaire pour la transmission 59.1mW
PrxElec Puissance électrique nécessaire pour la réception 59.1mW
SACK La taille des messages d'acquittement 12 octets
SDATA La taille des données utiles 50 octets
ηPA L'eﬃcacité de l'ampliﬁcateur de puissance 0.30
Tab. 3.3: Paramètres des conﬁgurations [77] [155]
3.5.1 Protocole de routage basé sur la topologie
La ﬁgure 3.1 illustre la diﬀérence des coûts en énergie des protocoles de routage
OLSR [36] et AODV [104] (i.e. EOLSRtot − EAODVtot ) lorsque nous varions la distance
optimale en nombre de sauts au puits (diamètre du réseau) et l'intensité du traﬁc de
données utiles. Ces résultats montrent que AODV est plus performant que OLSR en
terme d'énergie lorsque le traﬁc de données est très faible. Cela s'explique de la façon
suivante : en eﬀet, lorsque le traﬁc est très faible, AODV inonde moins fréquemment
le réseau par des messages de contrôle pour construire des routes avant de router les
messages. Bien qu'il utilise des messages hello périodiques, leurs coûts en énergie
sont très faibles par rapport à ceux des messages RREQ, RREP et RERR. Contrairement
à AODV, OLSR utilise des messages de contrôle comme TCs et hello qui sont
générés périodiquement et indépendamment des traﬁcs de données utiles avec une
fréquence très élevée par rapport à celle des données. Par conséquent, cela implique
une grande consommation d'énergie de OLSR en présence d'application de faible
intensité de traﬁc et cela reste valable quelle que soit la distance optimale au puits
si elle est inférieure à 9. Toutefois, lorsque le traﬁc de donnée dépasse la barre des
0.5 paquets/s par n÷ud, indépendamment du diamètre, nous observons une nette
amélioration des performances de OLSR à comparer à celles de AODV. Ceci est
dû principalement à une grande génération de messages de contrôle du protocole
AODV comme les messages RREQ, RERR et RREP. Ce phénomène s'accentue encore
plus lorsque le diamètre du réseau augmente.
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Fig. 3.1: La diﬀérence des coûts en énergie de OLSR et AODV [EOLSRtot − EAODVtot ]
en fonction de la distance optimale au puits et du nombre de paquets par seconde
3.5.2 Protocole de routage géographique
Dans cette section, nous présentons les résultats comparatifs des coûts en énergie
des protocoles de routage géographique : CBF [52] et GPSR [78]. Les résultats pré-
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Fig. 3.2: La diﬀérence des coûts en énergie de CBF [52] et GPSR [78] [ECBFtot −
EGPSRtot ] en fonction de la distance optimale au puits et du nombre de paquets par
seconde
sentés sur la ﬁgure 3.2 montrent que lorsque le traﬁc et le diamètre du réseau (réseau
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en forme de clique) sont très faibles, GPSR et CBF présentent des performances si-
milaires. Toutefois, lorsqu'on passe sur des réseaux avec des diamètres supérieurs à
1, indépendamment du traﬁc, CBF est plus performant que GPSR. Ceci s'explique
par le fait que lorsque le diamètre augmente, le coût en énergie dû au nombre de
retransmissions à chaque saut augmente également. Ces retransmissions sont prin-
cipalement dûes au modèle de lien radio réaliste introduit et surtout du fait que les
liens radio utilisés pour router des messages de données sont des liens instables dans
le temps. Elles sont également dûes à l'algorithme de relayage glouton du protocole
GPSR contrairement à CBF qui utilise un relayage opportuniste sans acquittement
explicite à chaque saut du message.
3.5.3 Protocole de routage basé sur la topologie et géographique
La ﬁgure 3.3 présente les resultats comparatifs des coûts en énergie entre les
protocoles de routage géographique et les protocoles de routage topologiques.
3.5.3.1 Étude comparative : GPSR et OLSR
Dans cette sous-section, nous allons discuter des résultats comparatifs des pro-
tocoles GPSR et OLSR qui sont décrits sur la ﬁgure 3.3a. Ces résultats montrent
qu'indépendamment du diamètre du réseau, lorsque le traﬁc de données est inférieur
à 12 paquets/s, GPSR est plus performant que le protocole OLSR. Cela s'explique
par le fait que les coûts en énergies des messages TC et des messages hello en-
voyés sont plus d'importants que celui induit par les retranmissions et les messages
hello du protocole GPSR. Toutefois, lorsque le traﬁc de données passe la barre de
seuil indiquée précédemment, nous remarquons une dégradation des performances
de GPSR par rapport à celles du protocole OLSR. En eﬀet, les coûts en énergie
introduits par les retransmissions de GPSR ne sont plus compensés par ceux des
messages TC et hello du protocole OLSR et surtout que dans OLSR, les n÷uds
routent les messages de données utiles sur les MPR. En outre, les MPR sont des n÷uds
choisis parmi les n÷uds du 1-voisinage qui ont des liens radio ﬁables avec un nombre
de retransmissions faible.
3.5.3.2 Étude comparative : CBF et OLSR
Les résultats de la ﬁgure 3.3b montrent en eﬀet, quels que soient le traﬁc et le
diamètre du réseau, CBF est plus performant en terme d'énergie que le protocole
à OLSR. C'est tout à fait évident, vu que CBF n'utilise ni messages de contrôle
périodiques, ni un routage multi-sauts en unicast contrairement à ce qui se fait dans
OLSR, où nous avons des messages TC et hello.
3.5.3.3 Étude comparative : GPSR/CBF et AODV
La ﬁgure 3.3c illustre la diﬀérence des coûts en énergie entre le protocole de
routage GPSR [78] et le protocole AODV [104], alors que la ﬁgure 3.3d présente
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Fig. 3.3: Comparaison des coûts en énergie des deux familles de protocoles de rou-
tage : géographique et topologique en fonction de la distance optimale au puits et
du nombre de paquets par seconde
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la diﬀérence des coûts en énergie entre le protocole de routage CBF [52] et le
protocole AODV [104]. Ces résultats montrent qu'indépendamment du diamètre
du réseau et du modèle de traﬁc, les protocoles de routage géographique sont
plus performants en énergie que le protocole AODV. Cela s'accentue considéra-
blement lorsque le diamètre et le traﬁc augmentent, car le coût en énergie des
messages d'inondations RREQ et des messages transmis en unicast comme RREP,
RERR et des données utiles dégradent considétablement les performances de AODV.
3.5.4 Protocole de routage basé sur la topologie et sur la marche
aléatoire
Cette section présente la diﬀérence des coûts en énergie entre les protocoles de
routage topologique et la marche aléatoire.
3.5.4.1 Étude comparative : OLSR et RW
La ﬁgure 3.4a présente la diﬀérence des coûts en énergie de OLSR par rapport à
celui de la marche aléatoire. Elle montre que lorsque le diamètre du réseau et le traﬁc
sont très faibles, le routage en marche aléatoire présente de meilleures performances
par rapport au protocole OLSR. Cela s'explique principalement par le fait qu'en
faible diamètre, l'impact de l'allongement du chemin est très faible par rapport aux
coûts induits par les messages de contrôles TC et hello. En outre, la fréquence du
message hello utilisé par RW est corrélée avec celle des données, contrairement
à ceux du protocole OLSR. Cependant, plus le diamètre augmente, plus nous re-
marquons une dégradation des performances de la marche aléatoire qui est dûe à
l'allongement du chemin auquel il faut rajouter les retransmissions introduites à
chaque saut du message.
3.5.4.2 Étude comparative : RW et AODV
En comparant les résultats analytiques du protocole AODV avec ceux de la
marche aléatoire sur la ﬁgure 3.4b, nous constatons qu'en eﬀet lorsque le traﬁc de
données est très faible pour une conﬁguration de réseau ayant un diamètre inférieur
à 5, la marche aléatoire présente de meilleures performances. Toutefois, lorsqu'on
augmente le diamètre et le traﬁc de données, nous constatons que les performances
de AODV dépassent largement celles de la marche aléaloire.
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Fig. 3.4: Résultats comparatifs des coûts en énergie des protocoles topologiques et
le routage basé sur la marche aléatoire (RW) en fonction de la distance optimale au
puits et du nombre de paquets par seconde
3.5.5 Protocole de routage géographique et marche aléatoire
Les ﬁgures 3.5a et 3.5b présentent les études comparatives des coûts en énergie
entre les protocoles de routage géographique (CBF et GPSR) et la marche aléatoire
(RW). Le constat reste identique à celui observé entre RW et AODV pour un mo-
dèle de traﬁc très faible et un diamètre inférieur à 3, la marche aléatoire est plus
performante que les approches géographiques. Cela est principalement dû au fait
que l'impact de l'allongement du chemin est très faible. Néamoins, nous constatons
une inversion de cette tendance à mesure que le traﬁc et le diamètre du réseau
augmentent.
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Fig. 3.5: Résultats comparatifs des coûts en énergie des protocoles géographiques
et le routage basé sur la marche aléatoire (RW) en fonction de la distance optimale
au puits et du nombre de paquets par seconde
3.6 Conclusion
Dans ce chapitre, nous avons proposé un modèle analytique permettant de mo-
déliser et d'évaluer le coût en énergie des protocoles de routage existants dans la
littérature des réseaux radio multi-sauts en présence d'applications et de réseaux
ayant des caractéristiques diﬀérentes avec des modèles radio très proches de la réa-
lité. Après avoir introduit nos hypothèses, le modèle du canal de radio et le modèle
de consommation d'énergie, nous avons introduit la démarche méthodologique et
notre modèle analytique. Par la suite, nous avons appliqué notre modèle aux pro-
tocoles de routage OLSR, AODV, GPSR, CBF et marche aléatoire (RW) aﬁn de
comparer leurs performances en présence d'applications et de réseaux ayant des ca-
ractéristiques diverses en terme de modèles de traﬁc et de diamètre. Nous résumons
en eﬀet sur les quelques lignes nos conclusions sur ces résultats :
• En ce qui concerne les protocoles de routage géographiques, nous constatons
que ces derniers présentent de meilleures performances en terme de coût en
énergie lorqu'ils sont comparés aux autres approches. Outre cela, ces résultats
analytiques montrent également que le routage géographique sans message
hello domine le routage géographique avec message hello et ceci reste va-
lable quels que soient le modèle de traﬁc et le diamètre du réseau. Et surtout
avec une nette progression de ces performances lorsque le diamètre augmente.
Cela prouve en eﬀet que ce sont des solutions adaptées aux réseaux de grande
taille comme des réseaux de capteurs où les contraintes physiques imposent un
routage sur plusieurs sauts, indépendamment du modèle de traﬁc de l'applica-
tion. L'approche sans message hello reste donc une solution idéale pour une
large gamme d'applications qui privilégient surtout la contrainte énergétique.
Cette thèse est accessible à l'adresse : http://theses.insa-lyon.fr/publication/2012ISAL0070/these.pdf 
© [I. Amadou], [2012], INSA de Lyon, tous droits réservés
3.6. Conclusion 57
• En comparant les résultats des protocoles de routage topologique, comme
OLSR et AODV, nous remarquons qu'en présence d'une application de très
faible traﬁc, il vaut mieux utiliser AODV que OLSR. Toutefois, lorsque le tra-
ﬁc passe au delà d'un certain seuil (0.5 paquets/s), cette tendance est inversée
au bénéﬁce de OLSR. Donc, pour des applications de réseau radio multi-sauts
ayant des contraintes moins dures en énergie et d'intensité de traﬁc supérieur
au seuil indiqué ci-dessus, OLSR pourrait être un bon candidat si jamais le
routage géographique est irréalisable.
• De manière générale, le routage réactif AODV et la marche aléatoire appa-
raissent être plus adaptés aux environnements des réseaux et applications
ayant un diamètre et des modèles de traﬁc très faibles.
La conclusion à laquelle nous sommes arrivés à l'issue de ces travaux, est que, dans un
contexte où l'application a une à forte contrainte en énergie, privilégier les protocoles
de routage sans message hello constitue une solution prometteuse pour prolonger la
durée de vie du réseau, ce qui permet donc de maximiser le service de l'application.
Cela nous conforte dans notre positionnement par rapport à ces approches que
nous voyons également comme des solutions très viables sur le long terme pour les
applications réseaux de capteurs auxquelles nous nous intéressons. Pour toutes ces
raisons, dans ce qui suit, nous orientons nos travaux dans cette direction.
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Chapitre 4
L'inﬂuence des stratégies de
relayage
Le chapitre précédent a présenté la modèlisation et l'évaluation analytique de la
consommation d'énergie de quelques familles de protocoles de routage pour réseaux
radio multi-sauts en fonction du modèle de traﬁc, du diamètre du réseau et d'un
modèle de canal radio réaliste qui introduit des erreurs de réception pour modéli-
ser la non ﬁabilité des liens radio. Les résultats de cette étude ont montré que les
protocoles de routage géographique sans message hello constituent une opportunité
majeure pour économiser la consommation d'énergie dans des réseaux radio multi-
sauts. Toutefois, leurs performances dépendent principalement de leur eﬃcacité dans
la zone de relayage glouton et de la façon dont ils gèrent les contentions distribuées.
Dans ce chapitre, nous nous intéressons à la problèmatique de l'énergie en fonction
des stratégies de relayage glouton existants dans la littérature. Nous étudions les pro-
priétés des stratégies de relayage dans le voisinage local (i.e. mono-saut), puis nous
étendons ces travaux dans le cas d'un routage multi-sauts.
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4.1 Introduction
Les résultats prometteurs du modèle analytique présentés sur les protocoles de
routage géographique sans message hello dans le chapitre 3 motivent notre orien-
tation vers la conception d'un protocole de routage géographique sans message de
découverte de voisinage explicite (i.e. on ne tient pas compte de la connaissance im-
plicite). Ce protocole doit être capable de fonctionner le plus eﬃcacement possible
dans d'un environnement radio réaliste où des algorithmes de type Most Forwarding
within Radius (MFR) (Exemple : du n÷ud C de la ﬁgure 4.1a)[124], introduits au
chapitre 2, et la planarisation d'un graphe, ne fonctionnent pas et entraînent des
dégradations des performances des protocoles. En général, les protocoles de routage
géographique exploitent par défaut un algorithme de routage glouton qui consiste à
minimiser à chaque saut d'un message, sa distance par rapport au destinataire en
sélectionnant le prochain saut parmi ses voisins (n÷ud C de la ﬁgure 4.1a) les plus
proches du destinataire. L'objectif est de réduire le nombre de sauts entre la source
et le destinataire aﬁn de parvenir à un routage plus court chemin. Ceci sous-entend
une meilleure eﬃcacité énergétique. Toutefois, en présence de propriétés radio réa-
listes, où des eﬀets de masque, d'asymétrie des liens, d'instabilité des liens radios
peuvent apparaître, ces protocoles présentent de très faibles taux de livraison et gas-
pillent considérablement d'énergie à cause des multiples retransmissions nécessaires
que les n÷uds doivent réaliser avant de parvenir à une transmission avec succès
d'un message [117, 158, 160]. Ces retransmissions sont des eﬀets négatifs issus de la
stratégie de relayage qui sélectionne le prochain saut d'un message parmi les n÷uds
oﬀrant le plus grand progrès en terme de distance euclidienne. Ceci consiste en eﬀet
à sélectionner des liens radios moins ﬁables et qui ﬂuctuent constamment. À titre
d'exemple, il équivaut à sélectionner à chaque saut du message le prochain relais
parmi les n÷uds de la zone non connexe de la ﬁgure 4.1b, où la probabilité de ré-
ception d'un message est très généralement faible. En outre, pour une majorité de
ces protocoles, en présence d'un trou dans la topologie physique, l'algorithme de
contournement de trou utilise un algorithme de planarisation de graphe pour rou-
ter les messages. La planarisation suppose un modèle radio à disque unitaire, mais
en présence d'un canal radio réaliste, la planarisation n'est pas réalisable [55] (voir
chapitre 2 section 2.3.2).
Dans ce chapitre, nous nous intéressons à la problèmatique des stratégies de
relayage local en présence d'un canal radio réaliste. L'objectif de ce chapitre est
d'évaluer les performances en terme de taux de livraison, de nombre de messages ré-
pliqués, du délai et de l'énergie des diﬀérentes stratégies de relayage local existantes
dans la littérature. Nous proposons une première analyse de ces stratégies dans le
voisinage local, puis nous étendons cette étude dans le cas d'un réseau radio multi-
sauts aﬁn d'étudier la consommation d'énergie de ces dernières. Nous proposons une
solution optimale avec un programme linéaire pour mesurer le gain des diﬀérentes
stratégies de relayage. Nous proposons ensuite une optimisation de Nearest Forwar-
ding Relay (NFR) que nous appelons Enhanced NFR (E-NFR). Cette optimisation
permet de réduire le nombre total de sauts de bout-en-bout et de rapprocher les
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performances de la solution optimale sans aucune dégradation des performances en
terme de nombre de retransmissions par saut.
(a) Exemple : Cette ﬁgure illustre le choix de la stratégie de
relayage MFR (n÷ud C)
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(b) La probabilité de réception dans le temps en fonction de la
distance
Fig. 4.1: La ﬁgure (4.1b) la probabilité de réception en fonction de la distance entre
une source et le n÷ud relais. La ﬁgure fait apparaître trois zones avec des indicateurs
de qualités de liens (LQI) diﬀérents au cours du temps. La zone de connectivité avec
LQI = 1, est une zone où la probabilité de réception toujours égale 1, la zone de
forte instabilité ou connue sous le nom de la zone transition avec LQI variable et
enﬁn la zone de non connectivité où la probabilité de réception avoisine 0.
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Ce chapitre est organisé autour des sections suivantes. La section 4.2 présente
une évaluation de performances des stratégies de relayage dans le voisinage local.
Dans la section 4.3, nous étendons ces premiers travaux dans le cas d'un réseau
radio multi-sauts dans lequel nous caractérisons un lien radio par son nombre de
retransmissions dans le but d'évaluer la consommation d'énergie. La section 4.5
conclut ce chapitre et introduit la suite de ces travaux.
4.2 Étude comparative des stratégies de relayage dans
le voisinage local
Dans cette section, nous allons étudier les caractéristiques des diﬀérentes straté-
gies de relayage existantes dans la littérature (voir chapitre 2, section 2.2.1). Nous
présentons une évaluation de performances de ces diﬀérentes stratégies dans le voi-
sinage local par simulation en présence d'un canal radio réaliste. Les diﬀérentes
stratégies étudiées dans cette section sont 1 :
• Most Forward within Radius (MFR) [124] : Elle sélectionne toujours le voisin
le plus proche du destinataire et donc le plus éloigné dans la portée radio.
Nous distinguons deux stratégies : MFR et MFP. Dans la première approche,
les n÷uds prioritaires sont les n÷uds qui ont la distance euclidienne la plus
importante dans la direction du destinataire (n÷ud B voir Fig. 4.1a) alors que
MFP privilégie les n÷uds qui ont le progrès le plus important (n÷ud C voir
Fig. 4.1a) en terme de distance euclidienne. Cela permet d'avoir des routes
plus courtes que MFR.
• Nearest with Forward Progress (NFP) [65] : Cette stratégie privilégie les n÷uds
les plus proches de la source en fonction du progrès (n÷ud E voir Fig. 4.1a)
ou en fonction de la distance (n÷ud A voir Fig. 4.1a) comme précédemment.
• Random Progress Method (RMP) [100] : Elle sélectionne le prochain saut d'un
message de façon aléatoire et uniformément distribué parmi les n÷uds du 1-
voisinage qui sont dans la direction du destinataire (cela peut être n'importe
quel n÷ud parmi A, B, C, E et F).
• Compass routing [83] : Que nous notons ici par Angular, sélectionne le pro-
chain saut parmi les n÷uds ayant le plus petit d'angle par rapport à l'horizon
qui joint la source à la destination (n÷ud A voir Fig. 4.1a).
Dans cette partie, nous évaluons par simulation les performances des stratégies
de relayage local existantes dans la littérature en fonction des métriques suivantes :
le taux de livraison, le nombre moyen de messages dupliqués et le délai. L'objectif
est d'analyser l'impact que peuvent avoir les hypothèses d'un canal radio réaliste
1Pour plus d'information veuillez-vous référer au chapitre 2.
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sur les deux premières métriques qui ont une grande importance : ils déterminent
la ﬁabilité de la stratégie de relayage et sa capacité à minimiser le surcoût des mes-
sages dupliqués. Ces messages dupliqués consomment l'énergie des n÷uds, créent
des congestions et augmentent considérablement la charge de contention dans le ré-
seau. Nous montrons également que pour une densité de n÷uds ﬁxée comment les
n÷uds relais sont distribués dans le voisinage local. Nous utilisons un modèle de
propagation de type Log-normal shadowing avec une variance de 4 et un pathloss
exponentiel de 3.85. Le seuil de sensibilité de l'antenne est ﬁxé à -94dBm. Les n÷uds
émettent à un débit binaire de 250Kbps. À noter qu'ici, nous nous intéressons uni-
quement au voisinage local de la source. La source est positionnée au centre d'une
surface de 400× 400(m2), où un nombre variable de n÷uds compris entre 400 à 900
sont déployés.
4.2.1 Analyse des résultats
4.2.1.1 Le taux de livraison
La ﬁgure 4.2a illustre le taux de livraison des six stratégies de relayage. Nous
déﬁnissons le taux de livraison comme étant le rapport entre le nombre moyen de
messages correctement relayé sur le nombre total de messages envoyé par la source.
Nous entendons par message correctement relayé, les messages dont la source a pris
connaissance du relayage via l'écoute passive du canal. Ceci aura un certain avantage
pour des protocoles de routage géographique sans message hello qui utilise un
acquittement qu'il soit implicite ou explicite. Ou lorsque la source a besoin d'envoyer
un message de contrôle supplémentaire pour stopper d'éventuels relais qui ont des
temporisateurs actifs, une fois que le message a été relayé par le premier relais. Il
garantit également un nombre très faible de retransmissions. Ces résultats montrent
en eﬀet que les stratégies de relayage les plus performantes sont NFR et NFP suivies
par Angular et RMP. Les plus mauvaises sont MFR et MFP, qui exploitent des
liens radios très instables avec une forte asymétrie. Les premiers sont performants
parce qu'ils privilégient des n÷uds qui sont très proches de la source et ayant des
liens radios ﬁables avec moins de liens asymétriques ; par conséquence, le relayage
des messages est généralement connu auprès de la source. La diﬀérence entre NFR
et NFP est dûe au fait que NFR utilise les n÷uds les plus proches en distance
euclidienne, alors que NFP utilise les n÷uds les plus proches en terme de progrès. Par
conséquent, un n÷ud peut avoir une distance euclidienne et un angle très importants,
mais son progrès est très faible parce que le cosinus de son angle est très proche de 0.
Un raisonnement similaire mais lié aux caratéristiques des liens radios est applicable
aux stratégies de relayages de type MFR et MFP. MFR privilégie des n÷uds ayant
des distances euclidiennes les plus importantes, donc avec des liens moins ﬁables alors
que MFP utilise le progrès des n÷uds. RMP et Angular fournissent des performances
similaires, en eﬀet cela peut s'expliquer par la distribution des n÷uds pour Angular,
et pour RMP par le fait que le choix est aussi aléatoire tout comme la distribution
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(a) Taux moyen de livraison
(b) Nombre moyen de messages dupliques
(c) Délai moyen par saut
Fig. 4.2: L'impact des hypothèses de la couche physique sur les performances des
stratégies en fonction du nombre de n÷uds.
.
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des n÷uds.
4.2.1.2 Nombre moyen de messages dupliqués
Le nombre moyen de messages dupliqués est présenté par la ﬁgure 4.2b. Cette
métrique représente le nombre moyen de n÷uds relais qui ont retransmis le message
après son relayage par le premier n÷ud relais. Cela signiﬁe qu'à cause des propriétés
du canal radio, ils n'ont pas entendu le relayage du message par le premier relais.
En présence d'un modèle radio réaliste, nous avons intérêt à minimiser le nombre de
messages dupliqués aﬁn d'éviter la dégradation des performances des protocoles. Il
passe nécessairement par l'utilisation des liens qui sont généralement ﬁables en plus
de la transmission d'un message supplémentaire aﬁn de stopper les temporisateurs
actifs des autres n÷uds ou par l'utilisation d'une découverte explicite qui présente
un coût supplémentaire. Ces résultats montrent que NFR et Angular sont plus per-
formantes que RMP suivie respectivement par NFP, MFP et MFR. Cela reste vrai
quelle que soit la densité de n÷uds du réseau. Les dupliqués issus des liens très longs
de NFP dominent largement ceux de RMP et Angular, d'où la nécessité d'appor-
ter des modiﬁcations dans ce mécanisme aﬁn de restreindre l'angle dans un secteur
donné à l'image des travaux présentés dans [126]. Les résultats de MFR et MFP
sont corrélés avec le choix des liens qui sont généralement non ﬁables et présentent
une forte asymétrie. Par conséquent, cela entraîne un taux important de messages
dupliqués. Il faut noter aussi que ces messages sont également dépendants de l'état
du canal radio qui peut varier d'un instant à un autre. Donc, ce sont des messages
qu'on ne peut que réduire mais sans pouvoir les supprimer de façon déﬁnitive.
4.2.1.3 Délai moyen par saut
La ﬁgure 4.2c illustre le délai moyen par saut des messages déﬁni comme étant
le temps moyen d'attente avant qu'un n÷ud relais transmette le message. Il dépend
de la fonction délai qui gére le mécanisme de contention distribuée. Nous constatons
une similarité en terme de performances du délai moyen avec le taux de livraison
des diﬀérentes stratégies de relayage. NFP et NFR ont forcément un délai plus court
et sont suivies respectivement par RMP, Angular, MFR et MFP. Tous les résultats
présentent des corrélations avec la densité des n÷uds.
4.2.2 Distribution de la localisation des relais
La ﬁgure 4.3 illustre la distribution des relais dans le voisinage local. Comme
on pouvait s'y attendre, NFR et NFP ont une distribution concentrée autour de la
source contrairement à MFR ou MFP qui voient ces relais essentiellement localisés
en bordure de la portée radio. Nous remarquons également que Angular privilégie
les n÷uds qui se rapprochent le plus de l'horizon entre la source et le destinataire.
RMP présente une distribution uniforme dans le secteur de relayage glouton. Nous
observons également que la distribution des relais de NFR, NFP et Angular peut
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(a) NFR (b) NFP
(c) MFR (d) MFP
(e) RMP (f) Angular (Compass)
Fig. 4.3: La distribution des relais dans le voisinage à 1 saut de la source
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être vue comme un sous-ensemble des relais de RMP. À l'issue de cette première
étude, nous tirons la conclusion suivante : Dans l'objectif de réduire les surcoûts des
messages dupliqués et d'avoir un protocole de routage plus ﬁable en terme de taux
de livraison, nous devons orienter nos travaux futurs vers l'utilisation de la stratégie
de relayage NFR. Cela permet non seulement de réduire la consommation d'énergie
des messages dupliqués, mais cela réduit également la congestion qu'introduisent ces
messages dans le réseau. En outre, cela permet de maximiser la capacité du réseau
et présente l'avantage de réduire les interférences [65]. Selon le dimensionnement de
la fonction de contention distribuée, nous constatons que NFR oﬀre aussi le plus
faible délai par saut.
4.3 Étude comparative dans un réseau multi-sauts
Après avoir vu comment les stratégies de relayage se comportent dans le voi-
sinage local, dans cette section, nous étendons cette étude dans le cas d'un ré-
seau multi-sauts. Contrairement à la première étude, ici, nous nous intéressons à
la consommation d'énergie des diﬀérentes stratégies de relayage. Nous mesurons
l'impact du nombre de retransmissions sur un chemin donné entre une paire de
source-destination. Nous ne tenons pas compte des messages dupliqués dans le mo-
dèle proposé, car en les prenant en compte nous ne faisons qu'accentuer la diﬀérence
qu'on peut observer entre les stratégies MFR/MFP et NFR/NFP. L'objectif est de
prendre en considération, dans la modélisation de la consommation d'énergie, le
nombre moyen de retransmissions nécessaires aﬁn d'évaluer les performances des
diﬀérentes stratégies. Nous formulons le problème comme un programme linéaire où
nous avons en entrée un ensemble de liens qui modélise le réseau. Chaque lien radio
est caractérisé par son nombre moyen de retransmissions. Nous introduisons aussi le
modèle de consommation d'énergie par n÷ud lorsque ce dernier est en transmission
ou en réception.
4.3.1 Modèle radio
Comme nous l'avons dit dans le chapitre 3, il est primordial de prendre en
considération les erreurs de transmission qui se produisent dans un environnement
radio réaliste. Pour prendre en compte ces phénomènes, nous modélisons chaque
lien radio par la probabilité qu'un message transmis sur le lien est reçu par son
destinataire dans le voisinage local. Cette probabilité de réception s'exprime par la
formule suivante :
pf =
(
1−Q
(√
2
B
Rbit
10
γdBm(d)
10
))8f
(4.1)
Où Q(d) = 1√
2pi
∫∞
d e
− t2
2 dt et γdBm(d) est le rapport signal sur bruit à une distance
d. Il est à noter qu'il n'y a aucune diﬀérence entre l'équation (4.1) et celle qui a
été déjà introduite dans le chapitre 3. Nous avons juste développé l'expression du
taux d'erreur binaire pour un chipset radio de type CC2420. Pour une transmission
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entre deux n÷uds x et y, la transmission est considérée comme un succès, si et
seulement si : y reçoit correctement le message envoyé par x et x reçoit l'acquittement
renvoyé par y. Nous déﬁnissons la probabilité que y reçoit le message de x par pf
et pr la probabilité que x reçoit l'acquittement de y. La probabilité de réception
d'un message, que nous notons par pu, sera le produit de ces deux probabilités.
Comme dans le chapitre précédent, nous supposons qu'elle suit une loi géométrique
de paramètre pu. Le nombre moyen de retransmissions NTx nécessaire sera :
NTx =
∞∑
i=1
i× pu × (1− pu)i−1 = 1
pu
(4.2)
4.3.2 Modèle réseau et notation
En théorie des graphes, un réseau radio multi-sauts est modélisable par un graphe
orienté G(V,E), où V est l'ensemble des n÷uds capteurs (sommets) et E est l'en-
semble des liens (arêtes) correspondant aux transmissions possibles entre les som-
mets de V. Nous décomposons l'ensemble des sommets en deux classes : Vs qui
identiﬁe l'ensemble des puits et S qui représente l'ensemble des n÷uds capteurs. Un
lien radio (u,v) ∈ E, où u est déﬁni comme la source et v comme destinataire. De
façon générale, nous caractérisons un lien par sa capacité et le nombre de retrans-
missions nécessaires. Ces dernières reﬂètent les caractéristiques des liens radio. Le
tableau 4.1 résume les paramètres qui sont utilisés dans la formulation du problème.
E, V Ensembles de liens et de n÷uds
(u, v) Lien entre l'émetteur u et le récepteur v
C(u, v) Capacité de lien (u,v)
f(r, u, v) ﬂux transmis par le n÷ud r et routé par le lien (u,v)
Etx(u) L'énergie consommée par l'émetteur u
Erx(u) L'énergie consommée par le récepteur v
E(u) L'énergie totale consommée par le n÷ud u
NTx(u, v) Nombre de retransmissions du lien (u,v)
Tab. 4.1: Les paramètres et description des notations
4.3.3 Modèle d'énergie
Comme nous l'avons souligné dans les chapitres précédents, les réseaux consi-
dérés dans ces études sont des réseaux radio multi-sauts caractérisés par des fortes
contraintes en énergie. Le modèle d'énergie utilisé dans ce travail ne compte que
l'énergie dépensée en transmission et réception. Nous pouvons inclure la consom-
mation d'énergie pendant l'écoute passive de la radio, mais comme elle est toujours
active, même lorsqu'elle n'est pas en transmission ou en réception, la consommation
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d'énergie de la radio dans cet état est identique quelle que soit la stratégie. En trans-
mission, un n÷ud u paie Etx(u) alors qu'en réception un n÷ud v paie Erx(v). Ce
modèle d'énergie est présenté par l'équation (4.3). f(r, u, v) est une variable binaire,
qui présente une unité du ﬂux de traﬁc émis par la source r et routé à travers le lien
(u,v). f(r, u, v) = 1, si l'unité de traﬁc passe par le lien (u,v), sinon elle vaut 0.
∀u ∈ V E(u) =
∑
r∈Vs
(
∑
v∈Γ+(u)
NTx(u, v) ∗ Etx(u) ∗ f(r, u, v)
+
∑
v∈Γ−(u)
∑
w∈Γ+(v)
NTx(v, w) ∗ Erx(u) ∗ f(r, v, w)) (4.3)
4.3.4 Routage
Étant donné que le routage se fait en multi-sauts entre deux n÷uds distincts,
nous proposons l'équation (4.4) pour calculer la route. Elle présente la contrainte
de conservation de ﬂux et garantit en eﬀet que la quantité de ﬂux entrant au niveau
d'un relais est égale à celle qui en sort. Elle garantit également que l'ensemble des
ﬂux sortants d'un n÷ud source est égale aux ﬂux entrants au n÷ud destinataire (i.e.
le puits). La contrainte de capacité d'un lien présenté par équation (4.5) impose que
la quantité de ﬂux total sur un lien (u,v) ne dépasse pas la capacité de lien.
∀r ∈ Vs, v ∈ V∑
(v,w)
f(r, v, w)−
∑
(w,v)
f(r, w, v) =

1, si v = r
−1, si v = dest
0 si v ∈ Vs \ {r}
(4.4)
∀(u, v) ∈ E
∑
r∈Vs
f(r, u, v) ≤ C(u, v) (4.5)
4.3.5 Formulation du problème
De manière générale, en minimisant la consommation d'énergie des capteurs,
nous maximisons implicitement la durée de vie de chaque capteur dans le réseau.
Cette durée de vie est liée principalement à la consommation d'énergie totale d'un
capteur au cours de son fonctionnement. Le programme linéaire que nous proposons
permet de calculer la route optimale qui minimise la consommation maximale d'un
capteur dans le réseau. Ceci est un problème d'optimisation de type min-max, en
respectant un certain nombre de contraintes à savoir : la conservation de ﬂux, la
consommation d'énergie et la contrainte de capacité de lien (Éq. (4.3)-Éq. (4.5)).
Le programme linéaire est le suivant :
min max
u∈Vs
E(u)
sous la constrainte de Eq. (4.3)-Eq. (4.5)
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Il existe plusieurs solutions possibles : une fois que le programme linéaire trouve
une route optimale qui contient le n÷ud qui a consommé le plus d'énergie, alors
toute route qui passe par ce n÷ud est une route optimale tant que la consommation
d'énergie des n÷uds de cette route ne dépasse pas la consommation du n÷ud. En
eﬀet, il est envisagéable que les routes trouvées aient des longueurs en nombre de
sauts importants. Pour résoudre ce problème, parmi l'ensemble de solutions exis-
tantes, nous choisissons la solution qui réduit la consommation d'énergie totale du
réseau (min
∑
uE(u)).
4.3.6 Résultats analytiques
L'objectif visé dans cette étude est d'analyser les performances en terme de
consommation d'énergie des diﬀérentes stratégies de relayage dans le voisinage local
dans un réseau radio multi-sauts par rapport à une solution optimale. Nous consi-
dérons un scénario où 100 n÷uds sont déployés uniformément sur une surface de
100 × 100(m2). Nous considérons une consommation d'énergie en réception et en
transmission identique et égale à l'unité. Le path loss exponentiel est établit à 3.5
avec une variance du log-normal shadowing (eﬀet de masque) à 4. Le reste des pa-
ramètres radio reste inchangés par rapport à ceux présentés dans le tableau 3.2.
La consommation d'énergie
Les ﬁgures 4.4 et 4.5 illustrent la consommation d'énergie des diﬀérentes straté-
gies de relayage avec la consommation d'énergie de la solution optimale trouvée par
le programme linéaire pour deux scénarios : Scénario (1) : On a une seule source
qui transmet des données vers un puits, alors que dans le second scénario (2) nous
avons un nombre variable de sources qui transmettent des données vers le puits.
Scénario (1) :
Les résutats montrent que NFR et NFP sont respectivement les plus performantes
suivies par Angular, RMP et MFP dans l'ordre de citation et enﬁn, nous avons MFR
qui clôture la liste avec des performances médiocres. Nous constatons également l'op-
timalité de la solution issue du programme linéaire qui surpasse des performances
des autres stratégies. Nous observons en revanche que les performances de NFR
ne sont pas trop loin de l'optimal. En eﬀet, ces résultats s'expliquent principale-
ment par le fait que NFR et NFP empruntent des chemins qui ont des nombres
de retransmissions très faibles à chaque saut du message. Par conséquent, l'impact
des transmissions et réceptions multiples sont négligeables contrairement aux autres
stratégies au vu de la distribution des relais à chaque saut du message (voir Fig. 4.3).
Nous observons des comportements similaires aux résultats de la première étude sur
le voisinage local, à l'exception des résultats de RMP qui a des performances diﬀé-
rentes à celles de Angular. Cela s'explique par le fait que la consommation d'énergie
de RMP présenté n'est pas une moyenne sur plusieurs exécutions.
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Fig. 4.4: Scénario (1) : La consommation d'énergie des diﬀérentes stratégies
Scénario (2) : Dans ce second scénario (Fig. 4.5), nous varions le nombre de
sources aﬁn de voir la distribution de la charge de la solution optimale par rapport
aux routes fournies par les diﬀérentes stratégies. Eﬀectivement, nous constatons que
la solution optimale cherche à minimiser la consommation des n÷uds en emprun-
tant des chemins moins dense en nombre de n÷uds aﬁn de minimiser les réceptions
invonlontaire en plus des coûts liés aux retransmissions. Nous avons des constats
similaire sur l'évolution de la consommation d'énergie en fonction du nombre de
sources. Les algorithmes qui exploitent les liens ﬁables avec un nombre de retrans-
missions faible comme NFR présentent de meilleures performances par rapport aux
stratégies comme MFR qui utilisent des liens non ﬁables. Cela est une conséquence
directe du nombre de retransmissions qui induit des transmissions, réceptions et
réceptions involontaires multiples qui consomment considérablement la batterie des
n÷uds. Donc, nous aurons tout intérêt à prendre en considération cet aspect dans
la conception d'un protocole de routage géographique sans message hello. Nous
constatons que NFR est la stratégie qui a les performances qui s'approchent le plus
des performances de la solution optimale. Ces résultats confortent les premières
études dans le voisinage local et montrent que nous devons prendre en considération
l'approche NFR plutôt que l'approche MFR/MFP. Au vu de ces résultats et en
prenant en considération l'approche NFR, nous nous posons la question suivante :
Est-il possible de faire mieux que NFR en diminuant le nombre de sauts ?
4.4 Amélioration de NFR : E-NFR
Dans cette section, nous allons répondre à la question que nous nous sommes
posée précédemment en cherchant à améliorer les performances de NFR par rapport
aux résultats issus du programme linéaire. Nous proposons un algorithme amélioré
de NFR que nous appellons Enhanced NFR (E-NFR). L'objectif est d'essayer de
faire mieux en terme de nombre de sauts tout en sélectionnant des liens ﬁables lors
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Fig. 4.5: Scénario (2) : La consommation d'énergie des diﬀérentes stratégies en
fonction du nombre de sources
de la sélection du prochain relais à chaque saut du message. Pour ce faire, nous or-
ganisons les n÷uds en fonction de la ﬁabilité de leurs liens, puis parmi les n÷uds qui
ont des liens ﬁables, nous sélectionnons le n÷ud le plus éloigné de l'émetteur plutôt
que le plus proche comme il est fait dans NFR. Pour réaliser cela, nous subdivisons
la portée radio en forme de couronne de deux niveaux. Le premier niveau englobe
l'ensemble des n÷uds ayant des liens ﬁables, alors que le second niveau englobe les
autres n÷uds qui sont dans la zone instable et la zone non connexe (voir Fig. 4.1b).
La ﬁgure 4.6 illustre cette organisation. Cela permet ainsi de réduire la longueur du
chemin, par conséquent d'avoir un peu moins de transmissions et réceptions sans
pour autant dégrader les performances.
Fig. 4.6: Organisation de la zone de relayage de E-NFR. Ici, en utilisant NFR le
choix sera porté sur le n÷ud A alors qu'en utilisant E-NFR, le choix du prochain
relais du n÷ud S est plutôt le n÷ud B.
La ﬁgure 4.7 illustre les résultats de E-NFR par rapport à ceux issus de NFR et
du programme linéaire. Nous observons une nette amélioration des performances de
E-NFR par rapport à celles de NFR. Au fur et à mesure que le nombre de sources
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Fig. 4.7: La consommation d'énergie de E-NFR, NFR et la solution optimale en
fonction du nombre de sources 4.7a. Le nombre de sauts en fonction du nombre de
sources 4.7b.
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augmente, ces performances se rapprochent le plus des performances de la solution
optimale. La ﬁgure 4.7b montre l'avantage que procure la stratégie de E-NFR en
terme de nombre de sauts par rapport à NFR.
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4.5 Conclusion
Le routage géographique sans message hello a émergé récemment comme une
solution pertinente pour économiser l'énergie des capteurs dans un environnement
où la dynamique du réseau est importante à cause des eﬀets de la mobilité physique,
des eﬀets de masque, de la volatilité des propriétés des liens radio, de l'introduction
d'algorithme d'ordonnancement et des fréquentes pannes matérielles d'un capteur.
Toutefois, malgré la diminution des impacts des messages hello, ces protocoles ex-
ploitent toujours des métriques ou des stratégies de relayage qui sélectionnent les
n÷uds relais à chaque saut d'un message parmi des n÷uds ayant des caractéris-
tiques et des propriétés du canal radio non ﬁables et non adaptées à ces types de
réseaux. Dans l'optique de bien appréhender les caractéristiques des diﬀérentes stra-
tégies dans un réseau radio multi-sauts avec des eﬀets de masque et en présence
de liens radio ﬂuctuants, nous avons réalisé dans ce chapitre une étude qualitative
de ces stratégies dans le cas d'un relayage local, puis nous l'avons étendu dans le
cas d'un réseau radio multi-sauts en présence des retransmissions pour évaluer leurs
consommations d'énergie. Nous avons proposé un programme linéaire qui fournit
une solution optimale qui nous a permis par la suite de comparer le gain qu'apporte
chaque stratégie par rapport à la solution optimale.
Dans la première étude que nous avons réalisée, nous avons constaté que les
stratégies de relayage comme Nearest Forward within Radius (NFR) et Nearest
with Forward Progress (NFP) qui exploitent des liens radio ﬁables fournissent de
meilleures performances en terme de taux de livraison, de nombre de messages du-
pliqués et en délai par rapport aux stratégies comme RMP, Angular, MFP et MFR
dans l'ordre de citation. Puis nous avons étendu ces travaux sur le voisinage local
dans le cas d'un réseau multi-sauts en prenant en considération les caractéristiques
des liens (i.e. nombre de retransmissions) aﬁn d'évaluer l'impact de ces derniers sur
la consommation d'énergie. Nous avons évalué leurs performances par rapport à une
solution optimale issue d'un programme linéaire. Il ressort de ces études que nous
avons besoin de prendre en considération la ﬁabilité des liens si nous voulons réduire
la consommation d'énergie et avoir un protocole qui est plus ﬁable en terme de taux
de livraison. Nous avons poussé un peu notre raisonnement, dans le but de proposer
une amélioration de NFR que nous avons appelée E−NFR. E−NFR présente des
performances qui se rapprochent de celles de la solution optimale lorsque la charge
du réseau augmente. Dans la suite de nos travaux, nous nous référons à ces conclu-
sions pour proposer un protocole de routage géographique sans message hello qui
sera capable de prendre en considération des propriétés radio dans l'optique d'avoir
de meilleures performances en terme d'énergie et de ﬁabilité des communications de
bout-en-bout.
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Chapitre 5
Pizza-Forwarding
Après avoir montré dans le chapitre 3 les avantages que peuvent nous fournir
les protocoles de routage géographique sans message hello, dans le chapitre 4, nous
avons étudié l'inﬂuence des stratégies de relayage local exploitées par ces protocoles,
dans ce chapitre nous présentons Pizza-Forwarding (PF) [11, 12]. PF est notre
contribution en terme de protocole de routage géographique sans message hello. PF
diﬀère des autres protocoles de routage de sa famille sur trois points : la stratégie
de relayage dans le voisinage local utilisée, le routage par contournement de trou qui
n'utilise ni planarisation ni autres mécanismes vus dans le chapitre 2 et le découpage
de la zone de relayage aﬁn d'optimiser le processus de relayage et de réduire la charge
de contention des n÷uds avec une nouvelle fonction de délai. Nous ne faisons aucune
hypothèse également sur les propriétés des liens radio.
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5.1 Introduction
Dans le but de pallier les problèmes soulevés dans le chapitre 4 sur les straté-
gies de relayage dans le voisinage local, dans ce chapitre, nous proposons Pizza-
forwarding (noté par PF par la suite). PF est proposé dans le but d'être plus
ﬁable en présence d'un canal radio réaliste où des eﬀets de masques et d'asymétries
peuvent apparaître. PF combine de deux stratégies de routage : un routage glouton
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et un routage en bordure de trou ou routage par contournement de trou qui diﬀère
des propositions de la littérature. Ce dernier ne se base ni sur la planarisation de
graphe associé à la règle de la main droite [59, 115], ni sur un processus de mar-
quage de trou [48] ou sur une inondation classique du réseau pour rechercher un
n÷ud optimal [34]. En eﬀet, il propose une découverte optimisée du 2-voisinage à
travers des n÷uds particuliers (solliciteurs) qui sont dans le voisinage à un saut du
minimum local (i.e. du n÷ud qui est en bordure du trou) pour contourner les trous.
PF introduit un nouveau découpage de la zone de relayage qui consiste à subdiviser
la portée radio de communication en forme de couronne de taille identique, puis
introduit un découpage de second niveau sur les couronnes en forme de secteur aﬁn
de réduire la charge des contentions et les collisions possibles. Lors de la phase de
contention distribuée, PF privilégie des n÷uds ayant des liens radio ﬁables.
Ce chapitre est organisé autour de trois sections suivantes. La section 5.2 in-
troduit dans un premier temps les diﬀérents blocs de PF suivi d'une description
détaillée du concept du protocole PF. La section 5.3 présente une évaluation de
performances de PF en fonction de quelques métriques de performances dans le
contexte des réseaux de capteurs. Enﬁn, nous concluons le chapitre par la section
5.4.
5.2 Pizza-Forwarding (PF)
Dans cette section, nous allons d'abord brièvement introduire les hypothèses
utilisées et les notations qui sont employées par le protocole PF. Nous introduisons
ensuite la zone relayage employée et nous discuterons de la fonction de délai qui
est utilisée lors de la phase de contention distribuée pour sélectionner le prochain
saut/relais des messages parmi les n÷uds du 1-voisinage. Enﬁn, nous présentons
à travers deux exemples d'applications le fonctionnement des deux stratégies de
routage utilisées par PF.
5.2.1 Hypothèses et notations
Hypothèses
Nous supposons qu'après déploiement, les n÷uds sont statiques et ont une connais-
sance sur leurs positions géographiques (X,Y ). Ses informations peuvent être obte-
nues grâce à un système de géolocalisation comme le GPS [76] ou via un système
de coordonnées virtuel comme GHT [31, 42, 99, 112] qui peut aﬀecter des coordon-
nées relatives à chaque n÷ud dans la zone d'intérêt. Nous supposons que les n÷uds
ont une connaissance de la position géographique du puits dans le réseau. Cette
hypothèse reste valable uniquement parce que nous supposons que les n÷uds sont
statiques. C'est une hypothèse raisonnable puisqu'il est possible de conﬁgurer les
capteurs avant leurs déploiements avec la position du puits. Nous ne faisons aucune
hypothèse sur les propriétés du canal radio de communication.
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Notations
Nous distinguons principalement deux catégories de messages de contrôle : les
messages utilisés durant le routage glouton comme les messages FN, RN et DACK et
ceux qui sont utilisés lors du routage par contournement de trou comme solicitation,
SACK, SBN et SE. PF utilise les diﬀérents types de messages suivants :
• Data. Ce message transporte les données utiles issues de la couche application.
• Forwarding Notification (FN). Message de contrôle envoyé par la source
ou le n÷ud intermédiaire (voir ﬁgure 5.1). Il est utilisé pour notiﬁer aux n÷uds
ayant des temporisateurs actifs qu'un autre n÷ud a déjà relayé le message. En
plus de stopper les temporisateurs activés par la source ou le n÷ud intermé-
diaire, il sert à purger les données stockées et à éviter la réplication (dupliqué).
• Reception Notification (RN). Message envoyé par le dernier relais (voir ﬁ-
gure 5.1) du message pour notiﬁer aux n÷uds ayant des temporisateurs actifs
que la destination a reçu le message. Il joue un rôle similaire au message RN.
Les messages FN et RN ont le même format. La diﬀérence réside uniquement
au niveau du type du message.
• Destination acknowledgement (DACK). Message envoyé par le destinataire
(voir ﬁgure 5.1) pour informer le n÷ud relais qu'il a bien reçu le message. Sa
réception déclenche la transmission du message RN.
• Solicitation. Envoyé uniquement en présence d'un trou pour découvrir le
2-voisinage du n÷ud minimum local. Ce message est envoyé par les n÷uds
solliciteurs (voir ﬁgure 5.1) du 1-voisinage du minimum local (S voir ﬁgure
5.1). Ils sont situés dans la direction opposée à la destination.
• Solicitation acknowledgement (SACK). Message envoyé par un n÷ud du
2-voisinage d'un minimun local (S voir ﬁgure 5.1) suite à la réception d'un
message de solicitation au n÷ud solliciteur.
• Selected Best Neighbor (SBN). Il est envoyé uniquement par les sollici-
teurs (voir ﬁgure 5.1). Suite à la réception des messages SACK des n÷uds du
2-voisinage du minimum local, chaque solliciteur choisit parmi ces n÷uds celui
qui minimise la distance euclidienne par rapport au destinataire du message.
Les n÷uds sélectionnés par les solliciteurs sont envoyés au minimum local
dans des messages SBN.
• Selective (SE). Message envoyé par le minimum local (S voir ﬁgure 5.1)
suite à la réception des messages SBN aux n÷uds solliciteurs. Il indique à ces
derniers celui qui a été sélectionné pour relayer le message vers son n÷ud op-
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timal (i.e. n÷ud envoyé dans le message SBN) dans le 2-voisinage du minimum
local.
Fig. 5.1: La ﬁgure illustre les zones dans lesquelles des diﬀérents messages sont
transmis. Par exemple S peut envoyer des messages de type DATA ou FN ou SE.
5.2.2 Zone de relayage
Dans le chapitre 4, nous avons présenté une stratégie de relayage dans le voisinage
local appelé Enhanced-Nearest Forward within Radius (E-NFR) (voir section 4.4)
qui consiste à classer les n÷uds localisés sur la portée radio de communication en
deux groupes : Les n÷uds ﬁables (i.e. n÷ud ayant des liens radio ﬁables) et les n÷uds
instables (i.e. ayant des liens radio qui ﬂuctuent constatemment). L'objectif est de
sélectionner les n÷uds de la première couronne (i.e. premier groupe) en premier lors
du processus de relayage dans le voisinage local. Cela permet d'avoir des échanges
plus ﬁables, de réduire le nombre de retranmissions des messages par saut et de
diminuer les messages repliqués qui ont un impact sur la consommation d'énergie
et la congestion dans le réseau. Dans cette section nous partons de ce découpage en
forme de deux couronnes que nous étendons à un découpage à N couronnes, mais
tout en gardant la même classiﬁcation des n÷uds (i.e. Les n÷uds de la première
couronne ont toujours des liens radio ﬁables). La ﬁgure 5.2a illustre ce découpage
en forme de N couronnes (Ci) de même taille. À partir de ce découpage, nous
introduisons un second découpage des couronnes concentriques formées autour du
n÷ud relais en forme de secteur de 45avec trois niveaux de priorité dans l'optique
de réduire la charge de la contention distribuée, de privilégier des n÷uds qui ont
des angles faibles qui se rapprochent le plus de l'horizon relais-destinataire et de
réduire également la probabilité de collision, contrairement au découpage introduit
dans E-NFR qui utilise un découpage en secteur de 67 [126]. Ce second niveau
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du découpage (CCSi) est illustré par la ﬁgure 5.2b. Nous aﬀectons les sous-secteurs
(a) Découpage en forme de couronne
(b) Second niveau du découpage
Fig. 5.2: La ﬁgure 5.2a présente le découpage de la zone de relayage en forme de N
couronnes concentriques C1, C2...CN de même taille autour du n÷ud relais. L'axe
en bas de la ﬁgure indique l'ordre de priorité dans le temps pour les n÷uds localisés
dans ces couronnes. Nous aurons toujours les n÷uds situés dans C1 avant ceux du
C2 et ainsi de suite jusqu'aux n÷uds de CN . La ﬁgure 5.2b présente le second niveau
du découpage des couronnes en secteur de même niveau de priorité qui forme des
sous-secteurs de couronne CCSi. Comme précédement l'axe au-dessous de la ﬁgure
indique l'ordre de priorité des n÷uds localisés dans la zone de relayage en fonction
de d'écoulement du temps. Les n÷uds du CCS1 ont toujours une priorité plus élevée
que ceux du CCS2 et ainsi de suite jusqu'à CCSN .
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de couronne des secteurs de niveau 1 et 2 comme la zone de de routage glouton et
les sous-secteurs de couronne du secteur de niveau 3 comme la zone de routage par
contournement de trou. Cette répartition avec les secteurs de niveaux 1 et 2 pour
le routage glouton a pour but d'optimiser la probabilité de trouver un n÷ud de la
zone glouton. Cela réduit par conséquent la probabilité de basculer en routage par
contournement de trou.
5.2.2.1 Le découpage en forme de couronne
Dans un environnement radio idéal où la portée radio R est connue, le découpage
en couronne de même taille est plus simple à réaliser. Il suﬃt d'en déduire le rayon
de la première couronne en fonction du nombre de couronnes N . La taille d'une
couronne est exprimée par l'équation suivante :
Ci =
piR2
N
, i = 1, 2, 3, ...N (5.1)
Cela permet d'en déduire la portée radio r1 de la première couronne par l'équation
suivante :
r1 =
R√
N
(5.2)
Puis, à partir de r1, nous pouvons calculer la largeur de chaque couronne Ci qui est(√
i−√i− 1) r1. Toutefois, les hypothèses introduites sur les propriétés du canal
radio et de la portée radio de communication nous empêchent l'utilisation de cette
formulation pour déterminer r1. Pour réaliser cela, dans un environnement ayant des
propriétés radio réalistes, nous utilisons la formulation du taux de réception à une
distance euclidienne donnée comme dans [152] ou par la formulation introduite dans
le chapitre 4. Étant donné que la première couronne regroupe uniquement les n÷uds
ayant des liens radio ﬁables avec des indicateurs de qualité (LQI voir Fig. 4.1b) qui
sont approximativement très proches de 1 avec une probabilité ph, nous notons par
r1 la distance de connectivité correspondante à la taille de cette zone et par dmax
la distance maximale au-delà de laquelle le taux de réception des messages est très
proche de 0 avec une certaine probabilité pl. Avec le modèle de propagation de type
Log-normal shadowing, comme dans [152], les distances r1 et dmax s'expriment par
les équations suivantes :
r1 = 10
γh−σQ−1(ph)−Pt+Pn+PL(d0)
−10η
dmax = 10
γl−σQ−1(1−pl)−Pt+Pn+PL(d0)
−10η
(5.3)
Où γh et γl sont respectivement le rapport signal à bruit en dBm au seuil de ré-
ception de 1 et 0. Pn est la puissance du bruit au niveau du récepteur et η est le
path loss exponentiel. À partir ces deux valeurs, nous pouvons déduire le nombre
maximal de couronnes N par :
N =
⌈(
dmax
r1
)2⌉
(5.4)
Cette thèse est accessible à l'adresse : http://theses.insa-lyon.fr/publication/2012ISAL0070/these.pdf 
© [I. Amadou], [2012], INSA de Lyon, tous droits réservés
5.2. Pizza-Forwarding (PF) 83
5.2.3 Impact du découpage de la zone de relayage
Après avoir déterminé la taille du rayon r1 et le nombre maximum de couronnes
possible, dans cette section, nous étudions l'inﬂuence du nombre de couronnes sur
le délai et l'impact des découpages introduits sur la probabilité de collision dans
un sous-secteur de couronne. Nous nous intéressons dans ce qui suit uniquement au
fonctionnement du protocole PF en mode glouton. Nous modélisons la distribution
des n÷uds sur une surface par un processus ponctuel de poisson et d'intensité λ qui
représente le nombre moyen de n÷uds par unité de surface. Si Φ(A) représente la
variable aléatoire qui dénombre les n÷uds présents dans la surface A, la probabilité
d'avoir k n÷uds sur une surface A peut alors s'exprimer par [40] :
P [Φ(A) = k] =
(λA)k.e−λA
k!
(5.5)
Par déﬁnition, nous exprimons la probabilité d'avoir zéro n÷ud et d'avoir au moins
un n÷ud sur A par les équations (5.6) et (5.7) respectivement :
P [Φ(A) = 0] = e−λA (5.6)
P [Φ(A) ≥ 1] = 1− P [Φ(A) = 0] (5.7)
5.2.3.1 L'impact du nombre de couronnes sur le délai par saut
Dans ce qui suit, nous considérons que la durée de contention à l'intérieur d'une
couronne dure un intervalle de temps (IT) appelé slot. Étant donné le niveau de
priorité qu'il y a entre les N slot et du fait que nous nous intéressons uniquement
au premier relayage d'un message dans d'un slot donné, nous nous concentrons à
déterminer le nombre de slots w réalisable pour avoir le relayage d'un message par le
premier relais avec une certaine probabilité supérieure à 0.98. Si nous considérons D
comme une variable aléatoire qui indique le slot i dans lequel le message est relayé
sachant qu'il a eu i − 1 slot libre qui se sont écoulés, nous pouvons exprimer cette
variable aléatoire par une loi géometrique dont la probabilité est déﬁnie par :
P [D = i] =
(
1− e−λC2
) (i−1)∏
j=0
e−λ
C
2 . (5.8)
L'objectif ici est de calculer le nombre de slots w qui se sont écoulés avant de trouver
le premier relais avec la probabilité P [D ≤ w] ≥ 0.98. À partir de l'équation (5.8),
nous exprimons w par l'expression suivante :
w = inf {w ∈ N : P [D ≤ w] ≥ 0.98} . (5.9)
Ceci permet par la suite d'en déduire w à travers l'équation suivante :
w =
⌈
− ln(1− 0.98)
C
2 λ
⌉
(5.10)
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La ﬁgure 5.3a présente le nombre de slots w minimum réalisable en fonction de la
densité de n÷uds par unité de surface λ et la taille de la demi-couronne qui est dans
la direction du destinataire. En eﬀet, nous observons qu'en augmentant la taille de
la surface et la densité de n÷uds par unité de surface, la valeur minimale de w
tourne autour 1 : elle prend la forme une fonction inverse strictement décroissante.
La ﬁgure 5.3b illustre le nombre de slots minimum en fonction de la densité de n÷uds
par unité de surface lorsque nous ﬁxons la valeur de r1 à 12m (voir Éq. (5.3)) qui
correspond à la taille en terme de distance euclidienne de la zone de connectivité.
Ces résultats montrent qu'avec un nombre de voisins égal à 5 n÷uds, la valeur de
w se situe entre 2 à 3 slots, mais plus nous augmentons le nombre de voisins, plus
sa valeur tend vers 1. Dans la suite de ces travaux nous nous limitons uniquement
à un découpage à trois couronnes (N = 3).
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(a) La valeur de w en fonction λ et la taille d'une demi-
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(b) La valeur de w en fonction de λ
Fig. 5.3: Le nombre de slots minimum nécessaire w pour avoir un relayage.
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5.2.3.2 La probabilité de collision dans un sous-secteur de couronne
Les collisions sont des phénomènes qui se produisent lorsque deux ou plusieurs
n÷uds relais émettent simultanément leurs réponses. L'objectif est de minimiser
la probabilité de collision à l'intérieur d'un sous-secteur de couronne SSCi aﬁn de
justiﬁer notre deuxième niveau de découpage sous la forme des secteur de 45. Nous
comparons notre découpage par rapport à un découpage en secteur dont les angles
varient. Étant donné que c'est la première rediﬀusion du message qui nous intéresse
dans ce travail, nous nous concentrons donc à calculer la probabilité de collision
sur le premier relayage lors de la phase de contention distribuée des n÷uds d'un
SSCi. Ceci permet d'utiliser la formulation de la probabilité de collision proposé
par Barthel & al dans [135]. Donc, à partir de cette déﬁnition [135], nous exprimons
la probabilité de collision p sur le premier message par :
P = 1−
(
Tmax − τd
Tmax
)M
(5.11)
Où, M , τd et Tmax sont respectivement le nombre de n÷uds à l'intérieur d'un sous-
secteur de couronne, la durée d'un message et la durée d'un slot (IT) à l'intérieur
d'un sous-secteur de couronne SSCi.
La ﬁgure 5.4 illustre la probabilité de collision à l'intérieur d'un sous-secteur de
couronne en fonction de l'angle d'un secteur de niveau pour diﬀérentes valeurs du
degré de voisinage d'un n÷ud. Les valeurs de Tmax et τd sont respectivement égales à
25ms et 4ms. Nous remarquons qu'en augmentant l'angle d'un secteur ou le nombre
de voisins par n÷ud, la probabilité de collision augmente également. Toutefois, nous
constatons que quelles que soient les valeurs de ces derniers, cette probabilité est
toujours inférieure à la valeur de 0.1. Nous observons aussi que le passage de l'angle
de 67utilisé dans E-NFR à 45permet indépendamment du nombre de voisins d'un
n÷ud de réduire cette probabilité de collisions d'environ 32% et de 50% par rapport
à la surface de la demi-couronne (90). Il faut noter qu'il est possible de réduire
encore cette probabilité de collision en ajustant la valeur de l'angle ou la durée d'un
slot (i.e. Tmax), mais cela aura aussi pour conséquence d'augmenter le délai par
saut. Une autre option consiste à introduire de l'endormissement aﬁn de réduire le
nombre de n÷uds actif par unité de surface. Ceci sera l'objet du chapitre suivant.
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Fig. 5.4: La probabilité de collision à l'intérieur d'un sous-secteur de couronne
(SSC) en fonction de l'angle d'un secteur de niveau.
5.2.4 Fonction de délai
Cette fonction détermine le délai d'attente du temporisateur d'un n÷ud avant
toute retransmission d'un message en fonction de sa localisation dans sa zone de
relayage du relais par rapport au destinataire. Nous nous basons sur la répartition
en forme de couronne et en secteur de niveau introduite dans la section 5.2.2 pour
proposer une fonction de délai qui privilégie en premier les n÷uds du secteur de
niveau 1 suivis par les n÷uds du secteur de niveau 2 et enﬁn les n÷uds du secteur
de niveau 3. Pour privilégier les liens radio ﬁables, à l'intérieur de chaque secteur
de niveau (i.e. niveau 1 ou 2 ou 3), nous privilégions les n÷uds du sous-secteur de
couronne SSC1 suivi par les n÷uds du SSC2 et ainsi de suite jusqu'aux n÷uds
du SSCN . Dans un sous-secteur de couronne SSCi, nous donnons une priorité aux
n÷uds qui maximisent le progrès en terme de distance euclidienne. L'objectif est de
sélectionner le n÷ud qui nous rapproche le plus de l'horizon par rapport à l'angle
de référence d'un secteur.
La fonction de délai dans un sous-secteur de couronne SSCi est expri-
mée par l'équation suivante :
ti =
(
rmax − Progi
rmax
)
Tmax (5.12)
Où Progi, rmax et Tmax sont respectivement le progrès du n÷ud, le rayon maximal
de la couronne dans laquelle le n÷ud est situé et le délai maximum possible à
l'intérieur d'un sous-secteur de couronne SSCi (i.e. la durée d'un slot ou IT) avec ti
∈ [0, Tmax]. La ﬁgure 5.5 illustre l'évolution de ti en fonction des paramètres rmax,
Progi et Tmax. Ceci montre qu'en ﬁxant rmax et en augmentant le progrès, nous
diminuons ti.
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Fig. 5.5: La ﬁgure illustre l'évolution du délai d'attente d'un n÷ud en fonction de
rmax, Progi et Tmax dans un sous-secteur de couronne (SSCi).
La fonction de délai des n÷uds dans un secteur de niveau est exprimée
par l'équation suivante :
Di =
{
ti pour i = 1(∑i−1
j=1 T
j
max
)
+ ti pour i ≥ 2 (5.13)
Où ti est le délai calculé précédemment.
La fonction de délai globale
D'un point de vue mascroscopique (i.e. la zone de relayage complète), la fonction
de délai d'un n÷ud particulier situé dans un sous-secteur de couronne SSCi (pour
i = 1, 2, ..., N) d'un secteur de niveau de priorité k ∈ [1, 3] s'ecrit de la manière
suivante :
DSSC(i,k) =
{
Di pour k = 1(∑k−1
n=1CW
n
max
)
+Di pour k ≥ 2 (5.14)
Où, CWmax = NTmax est le délai maximal possible pour un secteur de même niveau
de priorité.
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5.2.5 Pizza-Forwarding : principe
Lorsqu'un n÷ud source a une donnée à envoyer à une destination donnée, il
commence par établir l'entête du message de donnée. Cette entête comporte les in-
formations du destinataire du message comme son identiﬁant (Iddestinataire) et sa
position géographique (Xdestinataire, Ydestinataire), les informations du n÷ud source
(Idsource, (Xsource, Ysource)) et le mode de routage du message qui est par défaut le
routage glouton. Il faut noter qu'à chaque saut du message, le n÷ud relais courant
(i.e. la source courante) ne change que les informations relatives à la source courante
et potentiellement le mode routage lorsqu'il y a un changement du mode de rou-
tage en présence d'un trou. Après l'établissement de l'entête du message, le n÷ud
diﬀuse son message dans son voisinage et arme un temporisateur d'attente maxi-
mum au-delà duquel deux situations peuvent se produire : il rediﬀusera le message
parce qu'il n'y a eu aucun relayage dans le voisinage ou il arrêtera le relayage parce
qu'il a atteint le nombre maximum de retransmissions du message. Cela conduit
à la destruction du message. Les ﬁgures 5.6 et 5.7 illustrent des cas de ﬁgure qui
peuvent se produire lorsque le n÷ud source (S voir Fig. 5.6 ou Fig. 5.7) diﬀuse
son message dans son 1-voisinage. Dans les deux cas de ﬁgure, à la réception du
message, chaque n÷ud détermine en fonction de la position du destinataire, de la
position de la source contenue dans l'entête du message et sa position géographique
sa localisation dans la portée radio de communication. Une fois que la localisation
du n÷ud est déterminée, les n÷uds situés dans la zone de relayage sauvergardent le
message de donnée et calculent leurs délais d'attente avec la fonction de délai (voir
Éq. (5.14)). En fonction de la distribution des n÷uds dans la zone de relayage, nous
avons :
Routage glouton
La ﬁgure 5.6 illustre une situation dans laquelle les n÷uds (A, B, H) du 1-
voisinage de la source S sont situés dans la zone de relayage glouton. Une fois que
les n÷uds A, B, H ont armé leurs temporisateurs, nous aurons, en fonction des
priorités introduites dans la fonction de délai, le n÷ud A qui aura un délai d'attente
plus court que le n÷ud H et B respectivement. À l'expiration du temporisateur du
n÷ud A, il remplace les informations relatives à la source par les siennes (IdA, (XA,
YA)), puis incrémente le TTL du message avant de le relayer à son tour dans son
1-voisinage (voir Fig. 5.6b). Lorsque les n÷uds situés dans le 1-voisinage (B, C, G,
H voir Fig. 5.6b) du n÷ud A reçoivent le message, les n÷uds B, C et H stopperont
leurs temporisateurs armés par la transmission du n÷ud S et en fonction de leurs
localisations dans la zone de relayage du n÷ud A, chaque n÷ud détermine son délai
d'attente. Le n÷ud G arme un temporisateur qui est en fonction de sa position dans
la zone de relayage glouton. Le n÷ud S arrête son temporisateur de retransmission et
diﬀuse le message Forwarding Notification (FN) pour notiﬁer aux autres n÷uds
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qui n'ont pas entendu le relayage du n÷ud A de stopper leurs temporisateurs (voir
Fig. 5.6c). Cela permet aux n÷uds E et F de suspendre leurs temporisateurs et de
supprimer le message qu'ils avaient sauvegardé. Ainsi de suite le processus continue
du n÷ud G (voir Fig. 5.6d et Fig. 5.6e) qui est le prochain saut du message envoyé
par le n÷ud A jusqu'au destinataire (puits voir Fig. 5.6) du message.
À la réception du message relayé parG, le puits répond par le message Destination
acknowledgement (DACK) (voir ﬁgure 5.6f). Cela a pour objectif de stopper toute
procèdure de relayage de ce message. Par conséquent, à la réception du message
DACK, chaque n÷ud stoppe et considère que le message est parvenu au destina-
taire. Lorsque le n÷ud G reçoit le message DACK, il envoie à son tour un message
de Reception Notification (RN) qui joue le même rôle que les messages FN sauf
qu'ici ce message empêche déﬁnitivement tout relayage de ce message de donnée
(voir Fig. 5.6g).
La ﬁgure 5.6 illustre le scénario décrit ci-dessus. Le chemin suivi par le message
est présenté par la route coloriée en S-A-G-puits en routage glouton.
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(a) Transmission par la source : DATA (b) Relayage du message DATA par le n÷ud
A
(c) Transmission du message FN par la source (d) Relayage du message DATA par le n÷ud
G
(e) Transmission du message FN par le n÷ud
A
(f) Transmission du message DACK par le des-
tinataire
(g) Transmission du message RN par le n÷ud
G
(h) Chemin de bout-en-bout
Fig. 5.6: Exemple d'application du routage glouton de Pizza-Forwarding. Le
chemin suivi par le message lors du processus de relayage glouton est illustré par
S-A-G-puits.
.
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Routage par contournement de trou
La ﬁgure 5.7 illustre une situation dans laquelle la source S du message se trouve
être un n÷ud minimum local. Dans cette situation, une fois que les n÷uds du 1-
voisinage (A et B) de la source S (voir Fig. 5.7) ont reçu le message, chaque n÷ud
détermine son délai d'attente avant d'armer son temporisateur (voir ﬁgure 5.7a). À
l'expiration des temporisateurs des n÷uds A et B du secteur de niveau 3 (voir Fig.
5.2a), chaque n÷ud (A ou B) envoie un message de SOLICITATION qui comporte les
informations relatives à la source S, au destinataire D, ses propres informations et
sa face (i.e. la face supérieure pour le n÷ud A et la face inférieure pour le n÷ud B)
pour découvrir d'un candidat potentiel dans le 2-voisinage (C et D) de la source
S (voir Fig. 5.7b). Les n÷uds (A et B) arment des temporisateurs d'attente maxi-
mum pour attendre les réponses à leurs sollicitations. Pour chaque n÷ud, ce temps
est proportionnel à la durée nécessaire pour découvrir un sous-ensemble de n÷uds
du 2-voisinage ayant des faces correspondantes aux faces de leur n÷ud solliciteur.
S'il y a des n÷uds dans le secteur de niveau 3 (i.e. 1-voisinage de la source S) qui
ont des temporisateurs actifs, la réception des messages de SOLICITATION stoppe
leurs temporisateurs et conduit à la suppression du message de donnée stockées. Les
n÷uds du 2-voisinage (C et D) de S arment un temporisateur avant d'envoyer les
messages de Solicitation acknowledgement (SACK) aux solliciteurs respectifs A
et B. À l'expiration de leurs temporisateurs, les n÷uds C et D répondent par un
message SACK à leurs sollicitateurs (voir Fig. 5.7c). Une fois que les messages SACK
sont reçus par A et B chaque n÷ud stocke les informations relatives aux n÷uds C
et D dans leurs tables de voisinage respectives.
Lorsque les temporisateurs armés précédemment par les solliciteurs expirent,
chaque n÷ud (A et B) envoie un message de Selected Best Neighbor (SBN)
contenant les informations (Id, (X, Y )) des n÷uds C et D à la source S (voir
Fig. 5.7d). À la réception des messages SBN des n÷uds A et B, le n÷ud S choi-
sit parmi C et D, le n÷ud qui minimise la distance euclidienne à la destination,
puis envoie un message Selective (SE) en diﬀusion au n÷ud A et B. Cela indique
au n÷ud A qu'il doit relayer le message de donnée stocké au n÷ud C (voir Fig. 5.7e).
À la réception du message SE, le n÷ud A change le mode de routage en mode
contournement de trou et envoie le message de donnée en unicast au n÷ud C (voir
Fig. 5.7f). Lorsque le n÷ud C reçoit le message de donnée, il change son tour le
mode de routage en mode glouton, car il minimise la distance par rapport à S. Et
ainsi de suite le processus de routage continue de C vers E (voir Fig. 5.7g) à l'image
du scénario de la section 5.2.5. Le chemin suivi par le message de S vers le puits est
indiqué par les ﬂèches rouges de la ﬁgure 5.7h (S −→ A −→ C −→ E −→ puits).
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(a) DATA par la source (b) SOLICITATION par A & B
(c) SACK par C & D (d) SBN par A & B
(e) SELECTIVE par la source (f) Relayage du DATA du n÷ud A → C
(g) Relayage glouton de C → E → Puits (h) Chemin
Fig. 5.7: Exemple d'application du routage par contournement de trou de PF. Le
chemin suivi par le message du n÷ud S est : S-A-C-E-puits.Cette thèse est accessible à l'adresse : http://theses.insa-lyon.fr/publication/2012ISAL0070/these.pdf 
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5.3 Évaluation des performances
Après avoir présenté notre proposition de protocole de routage géographique sans
message hello dans les sections précédentes, dans cette section nous présentons les
resultats de simulations réalisés grâce au simulateur de réseau de capteurs WSNet
[140]. Dans l'objectif de comparer nos travaux par rapport aux travaux de l'état de
l'art, nous avons implémenté Pizza-Forwarding (PF) avec deux autres protocoles
de routage géographique sans message hello CBF [52] et BOSS [115] dans WSNet.
Comme PF, ces protocoles sont des protocoles de la couche routage et utilisent une
zone de relayage glouton plus large et similaire à celui utilisé par PF. Nous avons
ensuite procédé à une étude comparative des performances de PF par rapport à
celles de CBF et BOSS en présence d'un canal radio réaliste de type log-normal
shadowing auquel il faut rajoute les interférences. Nous considérons comme scénario
de déploiement un réseau en forme d'un carré de 200m×200m, où un nombre variable
de n÷uds sont déployés de façon aléatoire et uniforme (150 à 750). Nous utilisons
un modèle de traﬁc applicatif de type CBR (Constant Bit Rate) avec des données
utiles de taille 80 octets qui sont générées chaque 5 secondes par une source choisie
aléatoirement dans le réseau à chaque période. Nous utilisons une couche d'accès
au médium est de type CSMA/CA. La durée de chaque scénario de simulation est
900s. Les paramètres de simulation sont décrits dans le tableau 5.1, ci-dessous.
Paramètres Valeurs
Puissance de transmission : Ptx 0dBm
PL(d0[dBm] 55dBm
Path Loss exponentiel : η 4
Variance du Log-normal shadowing : σ 6
Seuil de sensibilité du récepteur : Υth -94dBm
Coût en énergie en transmission : etx 52,2mJ [113]
Coût en énergie en réception : erx 56,4 mJ [113]
Débit binaire 250Kbps
La Durée du Tmax de PF 25ms
Le nombre de couronnes (N) 3
Tab. 5.1: Paramètres et modèle de simulation
Nous évaluons les performances de Pizza-Forwarding en fonction des mé-
triques suivantes :
• Taux de livraison moyen : Rapport entre le nombre total de paquets de données
utiles reçu correctement pour la première fois auprès du destinataire et le
nombre total de paquets de données envoyé par les sources.
• L'énergie résiduelle moyenne : Elle déﬁnit le pourcentage de l'énergie moyenne
restante auprès des n÷uds à la ﬁn de la simulation.
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• Le délai moyen de bout-en-bout : Déﬁnit le temps écoulé entre le début de la
transmission du paquet par la source et l'instant auquel le paquet est reçu
auprès du destinataire ﬁnal (puits).
• La longueur moyenne des chemins de bout-en-bout : La longueur moyenne du
chemin entre la source et le destinataire en nombre de sauts.
• La distribution des messages : Elle déﬁnit la répartion des diﬀérents types des
messages qui sont générés durant une simulation.
5.3.1 Taux de livraison
En eﬀet, le taux de livraison est une des métriques de performances la plus
importante qui fournit une information sur la capacité d'un protocole de routage
à acheminer des messages de données d'une source à la destination. La ﬁgure 5.8
Fig. 5.8: Taux de livraison en fonction du nombre de n÷uds
illustre le taux de livraison en fonction du nombre de n÷uds. Nous constatons que
lorsque la densité des n÷uds augmente indépendamment du protocole, le taux de
livraison augmente également. PF et CBF [52] présentent des resultats similaires
en forte densité de n÷uds lorsqu'ils sont comparés à BOSS [115]. Nous remarquons
qu'en très faible densité de n÷uds, PF présente de meilleures performances lorsqu'il
est comparé au protocole de routage CBF, car CBF n'utilise ni un algorithme de
countournement ﬁable, ni des liens radio ﬁables lors du processus du routage qui
permet de diminuer le taux des messages dupliqués contrairement à PF. Mais l'écart
se réduit au fur et à mesure que la densité augmente. Cela est principalement dû au
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fait qu'en forte densité les protocoles fonctionnent dans la majeure partie du temps
en mode glouton. L'eﬃcacité des protocoles PF et CBF par rapport à BOSS est
principalement dûe au fait que BOSS utilise une stratégie de relayage explicite basé
sur MFP [124] avec un mécanisme de type 3-way-handshake qui nécessite plusieurs
retransmissions avant de parvenir à relayer correctement son message contrairement
aux deux autres qui utilisent un relayage implicite.
5.3.2 Énergie résiduelle
L'énergie étant la principale contrainte des réseaux de capteurs, donc, un pro-
tocole de routage doit être eﬃcace en énergie aﬁn d'économiser le plus possible
l'énergie des batteries donc de prolonger la durée de vie du réseau. Sur la ﬁgure 5.9,
nous comparons les performances de PF par rapport CBF et BOSS en terme de ca-
pacité à économiser l'énergie des capteurs. Les resultats montrent que PF présente
Fig. 5.9: L'énergie résiduelle en fonction du nombre de n÷uds
l'énergie résiduelle la plus importante par rapport aux deux autres protocoles. Indé-
pendamment des protocoles, lorsque la densité des n÷uds augmente, nous assistons
à une augmentation de la consommation d'énergie également. Cela s'explique par
le fait que lorsque la densité augmente, la capacité des données relayées augmente
également. Ceci s'accompagne aussi par une augmentation des messages répliqués et
des messages de contrôles utilisés par les protocoles. Cet écart entre PF et ces pro-
tocoles est principalement dû à la stratégie de relayage qui exploite les liens ﬁables
regroupés dans la couronne qui regroupe les liens ﬁables. Cela implique un taux de
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réplication faible par rapport à CBF, car PF utilise un message de contrôle sup-
plémentaire à chaque saut pour purger les temporisateurs et les données en attente
contrairement à CBF qui n'utilise pas de ce type de mécanisme. Quant à BOSS, il
paie les eﬀets néfastes de sa stratégie de relayage couplés à la découverte explicite
du prochain relais et les multiples retransmissions qui peuvent intervenir avant que
le prochain saut ne reçoit le message. En outre, il utilise trois tentatives de retrans-
missions de message Selective auxquelles il faut rajouter à chaque échec de ces trois
tentatives dix autres tentatives de retransmissions de la donnée [115]. Ce phénomène
est susceptible de se produire à chaque saut du message.
5.3.3 Délai moyen de bout-en-bout
Le délai moyen de bout-en-bout est illustré sur la ﬁgure 5.10. Ces résultats
Fig. 5.10: Délai moyen de bout-en-bout en fonction du nombre de n÷uds
montrent que CBF est plus performant que PF et BOSS en terme de délai lorsque
la densité de n÷ud n'est pas importante. Cela est dû principalement au relayage par
contournement de trou qui rajoute plus de délai supplémentaire lorsqu'un message
bascule dans ce mode de routage. Néamoins, lorsque la densité des n÷uds aug-
mente, nous constatons une corrélation entre de cette dernière et la diminution du
délai moyen de bout-en-bout pour le protocole PF. À partir du seuil de 550 n÷uds,
nous remarquons que PF et CBF présentent des performances similaires. Quelle que
soit la densité des n÷uds, BOSS présente des mauvaises performances. Cela s'ex-
plique principalement par les multiples retransmissions qui introduisent également
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des délais supplémentaires à chaque saut des messages.
5.3.4 Longueur moyen du chemin
La ﬁgure 5.11 illustre la longueur moyenne des chemins de bout-en-bout des
données transmises. En eﬀet, comme nous nous y attendons, la longueur du chemin
Fig. 5.11: Nombre de sauts moyen en fonction du nombre de n÷uds
de PF est plus importante que celles de CBF et de BOSS lorsque ce dernier est
à densité faible. Cela vient principalement de la stratégie de relayage qui consiste
à privilégier des liens ﬁables donc très proches en terme de distance euclidienne.
En plus, cela ne changera pratiquement rien, quelle que soit l'augementation de la
densité. En faible densité, BOSS présente un problème de passage à l'échelle qui
toutefois disparaît lorsque la densité du réseau augmenté. Cela montre en fait qu'il
existe bien une corrélation entre sa capacité à relayer correctement des messages de
données avec la densité de déploiement.
5.3.5 Distribution des messages
La ﬁgure 5.12 illustre la distribution des diﬀérents type de messages utilisés.
Nous les classons en trois catégories : données utiles correctement reçues pour la
première fois, les messages de contrôles qui sont liés au fonctionnement des pro-
tocoles de routage et les messages dupliqués reçus auprès du destinataire. Ils sont
coloriés respectivement par une barre rouge, verte, et bleue. Indépendamment de la
densité de déploiement, nous constatons que les messages de données correctement
reçues sont plus faibles que les autres types de messages des protocoles. Pour PF
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(a) Densité = 150 (b) Densité = 250
(c) Densité = 350 (d) Densité = 450
(e) Densité = 550 (f) Densité = 650
(g) Densité = 750
Fig. 5.12: La distribution des diﬀérents types de messages utilisés en fonction du
nombre de n÷uds.Cette thèse est accessible à l'adresse : http://theses.insa-lyon.fr/publication/2012ISAL0070/these.pdf © [I. Amadou], [2012], INSA de Lyon, tous droits réservés
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et BOSS, cela s'explique principalement par le fait qu'à chaque saut d'un message
de données, des messages de contrôles supplémentaires sont utilisé auxquels il faut
rajouter les messages dupliqués. La domination des messages dupliqués de CBF est
plus importante que celle des messages de données qui sont correctement reçues.
Ces résultats montrent que PF présente un taux plus important de messages de
contrôles que CBF et BOSS. Nous observons qu'en faible densité, les messages de
contrôles issus de la stratégie de relayage par contournement de trou dominent lar-
gement ceux du routage glouton pour le protocole PF. Cette tendance se réduit
de façon signiﬁcative au détriment des autres types de messages de contrôles et de
messages dupliqués lorsque la densité augmente, car en forte densité il envoie tous
ces messages de données en mode glouton, ce qui augmente également les messages
de contrôles comme FN, RN et DACK et les messages de dupliqués aussi. Contrairement
à CBF et BOSS, les messages dupliqués de PF sont très faibles alors que BOSS et
CBF présentent un nombre de messages dupliqués très important. CBF présente un
nombre important de messages dupliqués malgrè sa stratégie qui consiste à subdivi-
ser sa zone glouton de relayage en trois zones. Ceci est dû à sa stratégie de relayage
local couplé au mécanisme de contention et du relayage implicite sans aucun méca-
nisme d'épuration des messages en attente de transmission pour les n÷uds qui ont
des temporisateurs actifs. Toutefois, il faut noter que dans les réseaux sans ﬁls, on
ne peut pas éviter la réplication des messages, mais il est possible de réduire le plus
grand nombre de ces messages à travers une optimisation inter-couche couplé un
mécanisme d'endormissement au niveau de l'interface radio aﬁn de réduire la charge
des n÷uds en contention lors de la phase de relayage des messages.
5.4 Conclusions
Ce chapitre présente une proposition de protocole de routage géographique sans
message hello que nous avons appelé Pizza-forwarding (PF). L'objectif visé lors
de ce travail est la conception d'un protocole de routage capable de fonctionner dans
un environnement réel de déploiement et qui exploite des avantages des approches
sans message hello aﬁn d'économiser l'énergie. Nous n'avons aucune hypothèse sur
les propriétés du canal radio qui sont en général fortement dynamiques dans ce
type d'environnement. PF introduit un nouveau découpage de la zone de relayage
basé sur des secteurs de niveaux de priorité et des couronnes aﬁn d'optimiser et de
privilégier des liens radio ﬁables lors du processus de relayage dont l'objectif est de
rendre le protocole plus eﬃcace. PF exploite deux stratégies de relayage : un routage
glouton qui utilise toute la largeur de la zone de relayage en direction du destinataire
et un routage par contournement de trou pour router en bordure des trous à travers
un mécanisme de découverte optimisée du 2-voisinage autour des n÷uds minimum
locaux. Contrairement aux approches existantes de la littérature qui utilisent la
planarisation des graphes couplée à la règle de la main droite comme algorithme de
courtounement de trou et la stratégie de relayage glouton basée sur Most Forward
within Radius (MFR) [124], PF n'utilise ni planarisation, ni la stratégie de relayage
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qui consiste à sélectionner le n÷ud ayant le plus grand progrès comme MFP ou la
plus grande portée radio de communication MFR dans son mode de routage. Pour
mesurer ces performances, nous avons implémenté PF et deux autres protocoles de
routage géographique sans message hello de la littérature dans WSNet [140], puis
nous avons procédé à une évaluation de ces performances en présence d'un canal
radio de type Log-normal shadowing avec des interférences. Les resultats montrent
que PF est eﬃcace en terme de taux de livraison, d'énergie et de messages dupliqués
et cela reste valable quelle que soit la densité du réseau. Indépendamment de la
densité, PF reste toujours performant par rapport à une approche qui consiste à
sélectionner explicitement le prochain saut des données utiles avec des échanges
préalables de messages de contrôles comme le protocole BOSS [115]. Toutefois, sous
certaines conditions de déploiement, nous remarquons que PF présente de mauvaises
performances par rapport au protocole CBF. Avec surtout un surcoût de messages
contrôles et un délai moyen de bout-en-bout important qui est introduit par le
routage par contournement de trou.
PF est un protocole de routage, par conséquent son exploitation ne se fait qu'au-
dessus d'un protocole d'accès médium (MAC). Certes il garantit une eﬃcacité éner-
gétique, toutefois son exploitation sur la couche MAC de type CSMA/CA ne garantit
pas une optimisation de la consommation d'énergie, car il ne tient pas compte de
l'état activité de la radio même lorsque cette dernière n'est pas en transmission ou
réception. Pour optimiser le plus eﬃcacement possible la consommation d'énergie,
nous devrons l'exploiter avec une couche MAC capable de contrôler l'activité de l'in-
terface radio de communication qui est la principale source de gaspillage de l'énergie
des n÷uds. Cette exploitation ne peut se faire qu'à travers une interaction entre la
couche MAC et la couche routage via une approche transversale. Cette interaction
permettra aussi une gestion plus eﬃcace des mécanismes de contention qui ont un
impact sur le nombre de messages dupliqués. Pour améliorer les performances de
PF, nous proposons dans le chapitre suivant, une intégration des concepts clés de
PF avec une couche MAC utilisant un mécanisme d'endormissement.
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Chapitre 6
Pizza-Forwarding-MAC : Pfmac
Le chapitre précédent a présenté Pizza-Forwarding (PF) qui est un protocole
de routage géographique sans message hello. PF présente de meilleures perfor-
mances en présence d'un environnement radio réaliste. Étant un protocole de niveau
routage, PF n'est exploitable que sur une couche MAC de type CSMA/CA qui n'est
pas adaptée à des applications des réseaux de capteurs, car son utilisation s'accom-
pagne par un gaspillage de l'énergie à travers les messages de contrôles, les écoutes
passives (idle listening) de la radio, les réceptions involontaires (Overhearing) et les
collisions. Malgré les eﬀorts entrepris dans PF pour économiser l'énergie dûe aux
messages de contrôles périodiques, aux collisions, aux messages dupliqués et aux im-
pacts des stratégies de relayage, il n'en demeure pas moins que des eﬀorts restent
à faire pour pallier les problèmes soulevés précédemment. Surtout que ces réseaux
sont généralement caractérisés par des applications à faibles intensités de traﬁc où
la radio des capteurs reste pour la majeure partie du temps en état d'activité. Pour
remédier à tous ces problèmes, PF doit pouvoir interagir avec la couche MAC qui
contrôle l'activité de la radio aﬁn de la mettre en état d'endormissement le plus
longtemps possible pour réduire la consommation d'énergie. Dans ce chapitre, nous
proposons Pizza-Forwarding Medium Access Control (PFmac) [9]. PFmac
est un protocole de routage transverse entre la couche routage du protocole PF et une
couche MAC qui utilise un mécanisme d'endormissement asynchrone ou Duty-cycle.
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6.1 Introduction
Dans le chapitre précédent, nous avons présenté Pizza-Forwarding (PF). PF
est un protocole de routage géographique sans message hello. PF utilise deux stra-
tégies de relayage : un routage glouton et un routage par contournement de trou
qui n'utilise ni planarisation, ni une inondation classique ou autres processus de
marquage de la bordure du trou. Il consiste à faire une découverte optimisée du
2-voisinage du minimum local pour contourner le trou. PF introduit un nouveau
découpage de la zone relayage qui optimise et ﬁabilise le processus de relayage. Tou-
tefois, son exploitation n'est guère optimale du fait qu'il est exploité sur une couche
MAC de type CSMA/CA qui n'est pas adaptée à des applications des réseaux de
capteurs, car son utilisation s'accompagne par un gaspillage de l'énergie à travers les
messages de contrôles, les écoutes passives (idle listening) de la radio, les réceptions
involontaires (Overhearing) et les collisions.
Aﬁn de prendre en considération ces probèmes, nous proposons dans ce chapitre
Pizza-Forwarding Medium Access Control (PFmac). PFmac intègre les
concepts clés dePF avec une couche MAC utilisant un mécanisme d'endormissement
asynchrone aﬁn de réduire l'énergie dissipée par la radio lorsqu'elle est active.
Le chapitre est organisé autour des sections suivantes : La section 6.2 présente un
aperçu des protocoles d'accès au médium adaptés aux réseaux de capteurs qui uti-
lisent des mécanismes d'endormissement aﬁn d'économiser la batterie des capteurs.
La Section 6.3 présente une description détaillée du principe de PFmac. Dans la sec-
tion 6.4, nous introduisons une analyse théorique sur le délai par saut des messages.
Cela permettra par la suite de dimensionner les paramètres du protocole PFmac.
Les modèles utilisés et les résultats des simulations sont présentés dans la section
6.5. La section 6.6 conclut ce chapitre.
6.2 Etat de l'art : Les protocoles MAC
Comme nous l'avons indiqué dans le chapitre 2, la couche MAC déﬁnit les règles
d'accès au médium de façon équitable ou en fonction d'une qualité de service (QoS)
exigée par l'application tout en cherchant à maximiser la capacité globale du réseau
dans un court délai. Elle garantit une ﬁabilité aux communications, une adaptabilité
par rapport à la charge de traﬁc et un passage à l'échelle au vu du nombre important
de n÷uds. Pour être eﬃcace en énergie dans les réseaux de capteurs, elle doit pouvoir
réduire les écoutes passives et les écoutes involontaires de la radio, surtout quand
on sait que c'est la radio qui est la principale source de consommation d'énergie à
comparer aux coûts des traitements du processeur et du composant de capture [18].
Pour réaliser cela, il devient nécessaire d'alterner l'état de de la radio entre des cycles
d'endormissement et de réveil aﬁn de réduire considérablement la consommation
d'énergie. Dans la littérature des réseaux de capteurs radio multi-sauts, les couches
MAC économes en énergie se classiﬁent en deux grandes familles : les protocoles
MAC synchrone et les protocoles MAC asynchrone ou par échantillonnage du canal
avec un préambule. Ces protocoles sont connus aussi sous le nom Duty-cycle MAC
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protocole.
6.2.1 Protocoles MAC synchrone
Les proctocoles MAC synchrone organisent les n÷uds d'un réseau en forme de
cluster de même niveau de synchronisation. L'espace temps est discrétisé en inter-
valles de temps où les capteurs établissent de manière consensuelle des périodes
d'activation et d'endormissement de la radio aﬁn que les échanges entre les n÷uds
de même niveau de synchronisation se fassent durant les périodes d'activation et ré-
duisent la consommation d'énergie dûe aux écoutes passives de la radio. Les n÷uds
ayant des périodes d'activation et d'endormissement communes s'échangent pério-
diquement lors des phases d'activation des messages SYNC [145] pour maintenir
le niveau de synchronisation dans le cluster. Pour communiquer pendant les pé-
riodes d'activation, les n÷uds utilisent du CSMA/CA. Dans certaines conditions,
des n÷uds peuvent avoir plusieurs niveaux de synchronisation parce qu'ils assurent
la connectivité entre plusieurs clusters ayant des périodes d'endormissement et de
réveil diﬀérentes. S-MAC [145] et T-MAC [131] sont les solutions les plus connues
de la littérature. S-MAC divise sa période d'activité qui est ﬁxe en deux phases.
Une première phase qui consiste à s'échanger des messages SYNC pour maintenir la
synchronisation et une seconde phase où les échanges de données entre les n÷uds
peuvent s'eﬀectuer. Durant cette dernière phase, les n÷uds maintiennent leurs ra-
dios en état actif même lorsqu'ils n'ont pas de données à transmettre. La ﬁgure
6.1 illustre le mode de fonctionnement du protocole. Pour pallier le problème de
la rigidité qu'introduit S-MAC, T-MAC [131] qui est inspiré de S-MAC utilise un
timeout pour anticiper la phase de désactivation de la radio durant la période de
transfert de données (voir ﬁgure 6.1). Cela a pour avantage de diminuer le surcoût
d'énergie dû à l'écoute passive durant cette période. Le problème majeur de ces
protocoles réside surtout dans le surcoût lié à de la construction et au maintien du
niveau de synchronisation entre les n÷uds. Ils introduisent également un délai de
bout-en-bout très important et ne sont généralement pas adaptés aux applications
ayant des intensités de traﬁc variable.
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Fig. 6.1: Le principe du fonctionnement du protocole S-MAC
6.2.2 Protocole MAC asynchrone
Ces protocoles ne requièrent aucune synchronisation des périodes d'activation
et de réveil des n÷uds et utilisent une technique d'échantillonnage où les n÷uds
passent la majeure partie du temps dans l'état d'endormissement. Cela permet ainsi
d'économiser de l'énergie en plus du gain d'énergie qu'introduit l'absence des mes-
sages de synchronisation. L'idée principale consiste à éteindre la radio pendant une
durée Tp, puis de la réactiver à la ﬁn de cette période pendant une courte durée
aﬁn de vériﬁer (Clear Channel Assessment (CCA)) l'état d'activité du canal radio
de communication. Lorsqu'un n÷ud a une donnée à transmettre, il occupe le mé-
dium de communication par la transmission d'un préambule dont la longueur est
au moins égale à Tp qui est ensuite suivie par la transmission du message de don-
nées. Étant donné qu'il n'y a pas de synchronisation entre les n÷uds, ils peuvent
adapter leurs cycles aﬁn de réduire le coût en énergie qui est dû aux écoutes pas-
sives. L'un des protocoles le plus connu de la littérature est BMAC [108] (voir ﬁgure
6.2a). Sa conception a inspiré plusieurs autres solutions de la littérature à l'image
de WiseMAC [46], X-MAC [30], MFP [17], RI-MAC [123] et MaxMac [66]. Pour
réduire l'impact de la transmission du long préambule, WiseMAC [46] construit au
fur et à mesure une table du voisinage avec les instants de réveil des n÷uds du
1-voisinage (voir ﬁgure 6.2b). X-MAC [30] subdivise le long préambule en micro-
préambules espacés par une courte période de garde pendant laquelle le destinataire
du message peut envoyer son acquittement aﬁn de suspendre la transmission des
séries de micro-préambules (voir ﬁgure 6.2c). Chaque micro-préambule comporte
l'identité du destinataire recherché. Cette technique a l'avantage de réduire l'éner-
gie consommée par la transmission de la série des micro-préambules au niveau de
la source, le délai de bout-en-bout et d'être plus auto-conﬁgurable, ce qui le rend
plus adaptatif aux variations du traﬁc [30]. Son approche a inspiré plusieurs autres
travaux de la littérature des protocoles de routage transverse [7, 14, 15, 89] entre
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une couche MAC asynchrone similaire à X-MAC et une couche routage qui utilise
des RTS/CTS ou d'autres messages de contrôles à la place des micro-préambules
pour réveiller les n÷uds. MFP [17] utilise des micro-préambules également espacés
de courtes périodes de garde à la place du long préambule de BMAC suivi à la ﬁn
de la transmission des micro-préambules par la transmission de la donnée. Dans RI-
MAC, c'est le récepteur qui initie l'échange de données avec la source en envoyant un
message de type beacon pour indiquer à la source qu'il est prêt à recevoir la donnée
(voir ﬁgure 6.2d). Pour maximiser le débit de WiseMAC et minimiser la latence,
Hurni & Braun proposèrent MaxMac [66] pour des applications ayant des périodes
à forte intensité de traﬁc qui permet de basculer en mode CSMA.
(a) BMAC
(b) WiseMAC
(c) X-MAC
(d) RI-MAC
Fig. 6.2: Exemple de fonctionnement des protocoles à préambule comme BMAC
6.2a, WiseMAC 6.2b, X-MAC 6.2c et RI-MAC 6.2d
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6.3 Pizza-Forwarding Medium Access Control PFmac
Grâce aux multiples avantages qu'oﬀre une approche similaire à X-MAC [30] et
sa capacité à s'adapter à des communications de type anycast ou broadcast qui font
partie des concepts clés de PF, dans ce qui suit, nous allons utiliser cette approche
avec PF. Ceci permet non seulement de réduire le délai par saut, mais également de
réduire la consommation d'énergie au niveau de la source ou du n÷ud intermédiaire
contrairement aux approches de type BMAC [108] ou MFP [17] qui nécessitent de
réveiller tous les n÷uds du 1-voisinage. Dans cette section, nous présentons PFmac,
qui combine les concepts clés de PF avec une couche MAC asynchrone qui utilise
une approche similaire à X-MAC [30] pour former un protocole transverse. Étant
donné que PFmac est issu du protocole PF, nous exploitons la même zone de
relayage et la même fonction de délai que dans PF. PFmac introduit les types de
messages suivants : Data (D), Acknowledge (ACK), STOP (ST), Resquet
to Send Solicitation (RTSS), Solicitation (SO), Solicitation Response
(SR), Selected Best Neighbor (SBN), Selective (SE).
6.3.1 Description de la transmission des messages de données
En général, dans les réseaux de capteurs, les données à transmettre auprès du
puits sont de faible taille. Par exemple dans une application de surveillance de la
température, l'information peut être codée sur deux octets au plus. Nous exploi-
tons cette particularité des applications de ces réseaux pour remplacer les micro-
préambules utilisés dans X-MAC [30] par la donnée utile. Ainsi, au lieu d'envoyer
des séries de micro-préambules qui contiennent une information de contrôle, PFmac
utilise la donnée (D) à envoyer au destinataire à la place de chaque micro-préambule.
Chaque message de donnée (D) est suivi d'une phase de contention (CW ou Fenêtre
du temporisateur voir Fig. 6.3) où les n÷uds réveillés concourent pour envoyer un
acquittement (Acknowledge (ACK)) selon le même principe que le protocole
PF. La durée de transmission de la donnée plus la durée d'une phase de contention
est appelé bloc (voir Fig. 6.3). La ﬁgure 6.3 illustre l'utilisation des données à la
place des micro-préambules dans PFmac. La transmission des séries de données (D)
se fait en deux modes : un mode de routage glouton (MRG) et un mode de routage
par contournement de trou (MRC). En mode de routage glouton (MRG), pendant
les phases de contention, seuls les n÷uds situés dans la zone de relayage glouton (i.e.
les n÷uds ayant des progrès positifs) sont autorisés à envoyer un message ACK, alors
que durant les phases de contention du mode de routage par contournement de trou
(MRC), ce sont tous les n÷uds du 1-voisinage localisés dans la zone de relayage
qui y participent. Toutes les informations nécessaires sont inscrites dans l'entête du
message de données (D). L'objectif est de réduire la probabilité de basculer en mode
de routage par contournement de trou (MRC). Dans la section 6.4, nous présentons
une analyse théorique du dimensionnement des longueurs des séries de données en
mode MRG et MRC.
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Fig. 6.3: Description de la transmission des séries de données (D) à la place des
séries de micro-préambules de PFmac.
6.3.2 Le routage glouton de PFmac
La ﬁgure 6.4 illustre un scénario dans lequel la stratégie de routage en mode
glouton de PFmac est appliquée avec un n÷ud source (S voir Fig. 6.4) ayant une
donnée à transmettre au destinataire (D voir Fig. 6.4). Après avoir vériﬁé l'état
d'activité du canal radio aﬁn de s'assurer qu'il est bien libre, le n÷ud S commence
l'envoi des séries de données (D) en mode de routage glouton (MRG) qui sont suivies
chacune par une phase de contention. On remarque que pendant la transmission de
la première série de données, le n÷ud B (voir Fig. 6.4a) qui est situé dans la zone de
contournement était déjà entrain de vériﬁer l'état d'activité du canal. Cela oblige ce
dernier à garder sa radio active aﬁn de recevoir la première série de données. A sa
réception, le n÷ud B vériﬁe bien qu'il est dans la zone de relayage, puis il compare
le mode de routage de la série de données par rapport à sa zone de localisation.
Étant donné sa position dans la zone de relayage par contournement du trou et le
mode de routage glouton de la série de données, le n÷ud B désactive sa radio et
arme un temporisateur de réveil pour attendre le début de la transmission des séries
de données en mode de routage par contournement de trou (MRC) qui est inscrite
dans l'entête des séries de données.
Au bout de la première phase de contention, la source n'ayant pas reçu de mes-
sage ACK, continue la transmission des séries de données en mode MRG. Pendant la
transmission de la troisième série de données, le n÷ud A (voir Fig. 6.4) situé dans la
zone de relayage glouton avait sa radio qui était active. À la réception de la donnée,
il vériﬁe sa localisation par rapport à la zone de relayage, puis calcule son délai d'at-
tente avant d'envoyer son message ACK à S durant la phase de contention qui suit la
transmission de la donnée. À l'expiration de son délai d'attente, le n÷ud A envoie
son ACK au n÷ud S et attend jusqu'à la ﬁn de période de contention pour recevoir
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la conﬁrmation qu'il a été sélectionné comme le prochain saut de la donnée. Une
fois que la période de contention est terminée, le n÷ud S envoie un message STOP
pour conﬁrmer au n÷ud A qu'il est le prochain saut. Et ainsi de suite le processus
de routage continue de A vers F et puis de F vers le destinataire (D).
Une fois que le destinataire a reçu la série de données, il envoie directement son
ACK comme dans PF pour mettre ﬁn à la transmission des séries de données.
(a) Routage glouton
(b) Topologie du réseau
Fig. 6.4: Routage glouton d'une donnée de la source S vers le destinataire (puits)
avec le protocole PFmac
6.3.3 Routage en contournement
À l'image de ce qui se fait dans PF, lorsqu'un trou apparait dans la topologie du
réseau, PFmac utilise la même stratégie qui consiste en eﬀet à utiliser des n÷uds
solliciteurs pour découvrir les n÷uds du 2-voisinage du minimum local. Dans cette
condition, la source (S voir Fig. 6.5) ﬁnira la transmission des séries de données
en mode MRG sans qu'il n'y ait un message ACK de la part d'un n÷ud de la zone
gloutonne, puisque cette dernière est vide. Cela impose au n÷ud S de continuer la
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transmission des séries de données en mode de routage par contournement de trou
(MRC).
Lors de la transmission de la première série de données (D) en mode MRC, les
n÷uds A et B (voir Fig. 6.5) situés dans les zones de contournement de trou ont
leurs radios actives, en détectant l'activité sur le canal et ils gardent leurs radios
actives aﬁn de récevoir la donnée (D). À sa réception, les n÷uds A et B vériﬁent
leurs localisations dans à la zone de relayage et du mode de routage de la donnée,
puis calculent leurs délais d'attentes avant d'envoyer leurs messages ACK durant la
phase de contention. À l'expiration de leurs temporisateurs, chaque n÷ud (A et B)
vériﬁe l'état du canal avant de transmettre son message ACK au n÷ud S. Cela a pour
but d'éviter des collisions des messages ACKs de plusieurs n÷uds concourants. À la
ﬁn de la phase de contention, S envoie un message RTSS aux n÷uds A et B, puis
s'endort pour une période équivalente à la transmission de l'ensemble des séries de
données. Le message RTSS contient la date à laquelle le n÷ud S se réveillera. Cela
permet aux n÷uds A et B pendant toute la période d'endormissement du n÷ud S
d'envoyer des séries de messages de Solicitation (SO) pour découvrir des candi-
dats potentiels dans le 2-voisinage de S.
La réception du message RTSS oblige les n÷uds A et B à envoyer des séries de
messages SO (voir Fig. 6.5). La transmission des séries de messages SO est analogue
à la transmission des séries de données avec une partie des séries de messages SO en
mode MRG et une autre partie en mode MRC.
La ﬁgure 6.5 montre que durant la première transmission de la série de messages
SO des n÷uds A et B, il y a les n÷uds C et D (voir Fig. 6.5) respectivement voisins
à un saut de A et B qui ont leurs radios actives. À la réception du message SO, les
n÷uds C et D calculent leurs délais d'attente, puis arment leurs temporisateurs. À
l'expiration de leurs temporisateurs, chacun n÷ud (C ou D) répond par un mes-
sage de type Solicitation Response (SR) à son solliciteur pour signaler qu'il est
candidat potentiel dans le 2-voisinage du minimum local, puis ils s'endorment pour
attendre la date de réveil de la source S pour savoir s'ils ont été choisis comme le
relais dans le 2-voisinage.
À la réception des messages SR, les n÷uds A et B attendent la ﬁn de leurs phases
de contention pour mettre ﬁn à la transmission de leurs séries de messages SO, puis
ils vériﬁent chacun la date de réveil de la source S. Comme la ﬁgure 6.5 l'illustre, les
n÷uds A et B éteignent leurs radios et arment leurs temporisateurs de réveil corres-
pondants à la date de réveil de la source. À l'expiration de leurs temporisateurs de
réveil, les n÷uds A et B activent leurs radios, puis vériﬁent l'état du médium avant
d'envoyer un message Selected Best Neighbor(SBN) contenant les identiﬁants et
les positions géographiques des n÷uds C et D à la source S.
À la réception des messages SBN provenant des n÷uds A et B (voir Fig. 6.5), S
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choisit le meilleur candidat du 2-voisinage entre C et D (voir Fig. 6.5), puis il envoie
un message Selective(SE) au n÷ud A. À la réception du message SE, le n÷ud A
change le mode de routage de la donnée stockée, puis il relaie la donnée en unicast
au n÷ud C. Et ainsi de suite le routage du message de données continue du n÷ud
C vers E, puis de E vers le puits.
(a) Procédure de transmission en mode recovery
(b) Topologie du réseau
Fig. 6.5: Routage en mode contournement de trou de PFmac
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6.4 Analyse du délai par saut et dimensionnement des
longueurs des MRG & MRC
Nous présentons dans cette section une analyse théorique du délai nécessaire
avant de découvrir le premier n÷ud de la zone gloutonne. Cela permet par la suite de
dimensionner la période des séries de données MRG et MRC. Nous nous concentrons
sur l'estimation du nombre de blocs (voir Fig. 6.3) nécessaire avant que la source ne
découvre le premier n÷ud de sa zone de relayage glouton. Comme nous l'avons déﬁni
dans la section 6.3.1, un bloc est une série de données, plus la durée de sa fenêtre
de contention. Pour réaliser cela, nous supposons un réseau de densité de voisinage
égale à M . Nous supposons également que les n÷uds se réveillent uniquement en
début des transmissions des blocs. Nous déﬁnissons par dc le facteur du duty-cycle
qui est le rapport entre la durée pendant laquelle un n÷ud est actif sur la durée
d'endormissement. Si nous supposons qu'un n÷ud reste actif durant un temps tL
aﬁn de vériﬁer l'état du canal radio et de passer sa radio en mode endormissement
pendant tS , dc peut s'exprimer comme dc = tL(tS+tL) . Nous supposons qu'un n÷ud
se réveille au début d'un bloc avec une probabilité dc et garde sa radio en état
d'endormissement avec une probabilité 1 − dc. En supposant que les n÷uds sont
uniformément distribués sur la portée radio de communication, cela implique que
leurs angles sont uniformément distribués sur [-pi pi], nous exprimons la probabilité
qu'il y a au moins un n÷ud du 1-voisinage réveillé ayant un angle θ par :
p = 1− (1− θ
2pi
dc)M . (6.1)
Du moment que nous nous intéressons uniquement aux n÷uds de la zone gloutonne
indépendamment de la valeur de l'angle dans cette zone, la probabilité que l'angle
( θ2pi ) d'un n÷ud est dans
[−pi
2
pi
pi
]
se résume 12 . En suppossant que la probabilité de
découvrir le premier n÷ud de la zone gloutonne suit une distribution géometrique
de paramètre p, le nombre moyen de blocs ou de série de données, plus sa période de
contention nécessaire à faire avant de découvrir le premier n÷ud de la zone gloutonne
que nous notons par Ntx, s'exprime par l'équation suivante :
Ntx =
1
p
=
1
(1− (1− θ2pidc)M )
(6.2)
La ﬁgure 6.6 illustre comment évolue le nombre moyen de blocs à transmettre avant
que la source ne découvre un relais actif dans son voisinage glouton. Nous constatons
que, lorsque la densité du voisinage augmente, ce délai par saut diminue également.
Cela s'explique principalement par le fait qu'en forte densité le nombre de n÷uds
actifs par unité de surface augmente, donc la source aura moins de transmission de
messages à faire. Grâce à cette formulation, nous pouvons dimmensionner la taille
des séries de données en mode de routage glouton (MRG) et par contournement de
trou (MRC) par rapport à la longueur totale des séries de données. En multi-sauts,
dans un modèle plus simple, le délai moyen de bout-en-bout (De2e) d'un message
entre une source et une destination ﬁxée peut s'exprimer par :
De2e = (Ntx ∗Dbloc +Dstop +DFA +DL)Lp (6.3)
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SachantDbloc,DFA,DL,Dstop et Lp sont respectivement la durée d'un bloc, la durée
d'attente des messages dans les ﬁles d'attente des n÷uds avant d'être transmis, le
temps d'attente nécessaire avant toute transmission, le temps de transmission du
message STOP et le nombre moyen de sauts.DL représente en eﬀet la période pendant
laquelle le n÷ud doit surveiller l'activité du canal pour s'assurer qu'il est libre. En
faisant l'hypothèse que c'est uniquement Ntx qui varie dans l'équation (6.3), lorsque
la densité du voisinage augmente, le délai de bout-en-bout diminue aussi.
Fig. 6.6: Nombre moyen de blocs de transmission nécessaire avant de découvrir le
premier n÷ud de la zone gloutonne.
6.5 Évaluation des performances
Avant d'aborder l'évaluation des performances du protocole PFmac, nous allons
dans un premier temps étudier l'impact de la longueur du préambule sur la consom-
mation d'énergie de PFmac, puis nous présentons l'évaluation de performances de
PFmac.
6.5.1 Impact de la longueur du préambule
Nous ﬁxons un scénario de simulation dans lequel nous nous intéressons unique-
ment à la transmission entre une source et une destination qui sont à portée radio de
communication l'un de l'autre. Le tableau 6.1 résume les paramètres de simulation
utilisés. La ﬁgure 6.7 illustre la distribution des coûts en énergies en fonction de la
longueur des séries de données. Ces résultats montrent que, lorsque la longueur de
l'ensemble des séries de données est faible, les n÷uds passent la majeure partie du
temps à réactiver et désactiver leurs radios. Cela engendre une grande consomma-
tion d'énergie principalement dûe à aux phases d'activations et de désactivations de
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Paramètres de simulation Valeurs
Longueur du préambule de donnée (ms) 50, 100, 150, 200
250, 300, 350, 400
Modèle de traﬁc (CBR) 1pqt/s
Taille des données 20 octets
Taille des messages contrôle (ACK & STOP) 9 octets
Modèle radio Log-normal shadowing
2.4 Ghz, path loss exponentiel = 3.5
Modulation O-QPSK
Débit binaire 250 kbps
Durée de simulation 500 s
Modèle d'énergie [113] Tx = 52.2 mW, Rx = 56.4 mW
Voltage de la pile 3 V Pact = 1.4 mW (0.05 ms)
Parr = 5.4 mW (0.194 ms)
Tab. 6.1: Paramètres de simulation
la radio, avec des coûts en énergie des messages qui sont négligeables par rapport au
coût de ces derniers. Donc, nous aurons tout intérêt dans la suite de ces travaux à
réduire cet impact au détriment du coût en énergie des transmissions et réceptions.
Toutefois, lorsqu'on augmente la longueur de l'ensemble des séries de données, nous
remarquons un changement complet dans la tendance avec plutôt une domination
plus importante des coûts en énergie des messages de données.
Fig. 6.7: Impact de la longueur du préambule de PFmac
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6.5.2 Paramètre de simulation
Aﬁn de mettre en évidence les performances de Pizza-Forwarding Medium Access
Control (Pfmac), nous avons implémenté PFmac et BOSS [115] que nous avons
intégré dans le protocole BMAC [108] (BOSS integre BMAC) dans le simulation
WSNet [140]. Les évaluations des performances en simulation ont été réalisées dans
un scénario de réseau de capteurs avec les hypthèses suivantes : les n÷uds sont
statiques, chaque n÷ud a une connaissance de sa coordonnée géographique et celle
du puits. Nous ne faisons aucune hypothèse sur la portée radio. Le modèle de traﬁc
est de type convergecast (many-to-one). Le modèle de dissipation de l'énergie suit
un modèle linéaire. La zone de simulation est un carré de (300m × 300m) avec un
déploiement aléatoire et uniforme d'un nombre variable de n÷uds (200 - 800). Dans
un premier temps, nous utilisons un scénario sans trou, puis nous introduisons 3
trous. Les résultats représentés sont une moyenne sur 500 échantillonnes des données
récoltées pour les diﬀérents nombres de n÷uds et sont représentés avec un intervalle
de conﬁance de l'ordre 95%. Nous exploitons les conclusions issues de la section 6.4
pour dimensionner la période des séries de données, plus leurs fenêtres de contention
(blocs) en mode de routage glouton (MRG) et mode de routage par contournement
de trou (MRC). Les paramètres de simulation sont présentés dans le tableau 6.2.
Longueur du préambule 200 ms Longueur du MRG 130 ms
Longueur du MRC 70 ms Fenêtre CW PFmac 12 ms
Tmax de PFmac 2 ms Fenêtre CW de BOSS 50 ms
Débit binaire 500 kbps Donnée 50 octets
Traﬁc CBR 0.2 pqts/s Modèle radio Freespace 868MHz
pathloss exponentiel=3
Puissance de transmission -17 dBm Seuil de CCA -74 dBm
Durée du CCA 500µs Durée de réveil 2.5 ms
Durée de simulation 800 s Modèle d'énergie Etx ≈ Erx
Tab. 6.2: Paramètres de simulation
6.5.3 Résultats de simulation
6.5.3.1 Le taux de livraison moyen
La ﬁgure 6.8 présente le taux de livraison moyen en fonction du nombre de
n÷uds. Nous observons qu'en trés faible densité, PFmac présente de mauvaises
performances par rapport à BOSS integre BMAC. Toutefois, si nous regardons
le nombre de données utiles envoyées et reçues, nous remarquons que PFmac envoie
plus de données utiles que BOSS integre BMAC, il présente donc une durée de
vie plus importante que BOSS integre BMAC. Lorsque le nombre de n÷uds aug-
mente (supérieur à 200), quel que soit le nombre de trous dans le réseau, on observe
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que PFmac achemine plus de 98% de ces paquets, alors que BOSS integre BMAC
a des diﬃcultes à dépasser des taux de réussite de 68%. Tout ceci s'explique par le
fait que BOSS integre BMAC présente une durée de vie du réseau plus faible
avec une surconsommation d'énergie dûe aux messages de contrôles et du préambule
de BMAC. En outre, BOSS integre BMAC a besoin de réveiller l'ensemble des
n÷uds du 1-voisinage contrairement à PFmac, donc, plus la densité augmente, plus
le nombre de séries de données à transmettre se réduit, par conséquent cela permet
d'économiser beaucoup plus d'énergie.
6.5.3.2 Le délai de bout-en-bout moyen
La ﬁgure 6.9 représente le délai moyen de bout-en-bout des paquets. Ces ré-
sultats montrent qu'il existe une forte corrélation entre l'augmentation du nombre
de n÷uds et la réduction du délai de bout-en-bout pour PFmac. Cela s'explique
principalement par le fait qu'en augmentant le nombre de n÷uds le délai moyen par
saut diminue également. Cette explication est aussi confortée par le comportement
du délai par saut obtenu précédemment (voir ﬁgure 6.6). Il est plus performant que
BOSS integre BMAC sur des réseaux de grande taille. En faible densité, nous
avons remarqué que plus de 50% des messages arrivant auprès du destinataire ont
subit au moins une fois un routage en mode contournement de trou, d'où le délai
important observé. Dans le cas de BOSS integre BMAC, nous observons une
insensibilité du délai face à l'augmentation du nombre de n÷uds dans le réseau.
L'analyse des diﬀérents résultats montre en eﬀet que cette insensibilité du délai est
très fortement corrélée avec la longueur du préambule et avec celle du chemin de
bout-en-bout, plus un certain délai additionnel résultant de la phase de contention
de BOSS [115].
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6.5.3.3 L'énergie résiduelle moyenne
La ﬁgure 6.10 représente l'énergie résiduelle moyenne. Malgré le nombre de trous
et de la quantité de données acheminée au niveau du puits, nous observons une
grande diﬀérence en terme de gain d'énergie résiduelle entre PFmac et BOSS in-
tegre BMAC, avec un gain pour PFmac qui est environ 23% supérieur à celui
qu'apporte BOSS integre BMAC. C'est un avantage qui réside dans sa stratègie
qui consiste à utiliser des séries de données à la place des micro-préambules, mais
surtout du fait que PFmac utilise plutôt une approche anycast.
6.5.3.4 Le surcoût de contrôle
La ﬁgure 6.11 représente le surcoût de paquets de contrôles utilisés. Nous remar-
quons que PFmac utilise plus de paquets de contrôle que BOSS integre BMAC
pour des réseaux de taille inférieure à 700 n÷uds. Néanmoins, nous observons que
le nombre de paquets de contrôles n'augmente que très légèrement, alors que celui
de BOSS integre BMAC augmente de façon linéaire avec la densité du voisinage.
Cela s'explique principalement par le fait que PFmac envoie plus de données utiles
que BOSS integre BMAC, donc il requiert plus de messages de contrôles pour
transmettre les données utiles vers le destinataire.
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6.5.3.5 La capacité moyenne
La ﬁgure 6.12 illustre la capacité du réseau, corrrespondant ici à l'ensemble des
paquets de données arrivant auprès du puits pendant toute la durée de la simula-
tion. Nous remarquons que, par rapport à la capacité maximale réalisable, PFmac
réalise 50% de cette dernière lorsque le nombre de n÷uds est inférieur à 500 n÷uds.
Toutefois, au-delà de 400 n÷uds, nous constatons que PFMAC réalise 98% de cette
capacité. Par contre, nous remarquons que, quel que soit le nombre de n÷uds dé-
ployés, BOSS integre BMAC réalise des performances très inférieures avec une
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réalisation de 18 de la capacité idéale. Cela prouve clairement l'éﬃcacité de PFmac
et sa capacité à maximiser la durée de vie du réseau, car plus la durée de vie du
réseau augmente, plus il parvient à acheminer plus de données vers le puits avant
que le réseau ne devienne inexploitable.
6.5.3.6 Le nombre moyen de messages dupliqués
Le nombre moyen de messages dupliqués est présenté sur la ﬁgure 6.13. Ces
résultats montrent que PFmac présente un nombre important de messages contrai-
rement à BOSS integre BMAC. En eﬀet, BOSS integre BMAC présente une
pente très faible à comparer à celle de PFmac. Mais au vu des résultats sur la cap-
cité du protocole PFmac à transmettre beaucoup plus de données utiles auprès du
puits, il est diﬃcile de conclure sur son ineﬃcacité par rapport à BOSS integre
BMAC qui présente une capacité très faible.
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6.5.3.7 Impact de la charge sur la capacité/délai
Dans cette section, nous allons étudier l'impact de la charge de traﬁc sur les
performances de PFmac. En eﬀet, bien que ces approches ne soient pas adaptés
à des fortes intensités de traﬁc coontrairement au CSMA/CA, notre objectif est
d'observer la capacité maximale que peut atteindre PFmac en fonction de la charge
exercée dans le réseau. Comme nous pouvons le constater sur la ﬁgure 6.14, PFmac
supporte des charges de traﬁc allant jusqu'à deux paquets par seconde. Au-delà
de cette valeur, nous constatons une décroissance plus importante de la capacité
lorsque la charge augmente. Cela se produit quel que soit le nombre de trous. La
ﬁgure 6.15 illustre le délai moyen de bout-en-bout en fonction de la charge de traﬁc.
Nous observons que lorsque la charge augmente le délai de bout-en-bout augmente
également : plus la charge augmente, plus il y a de n÷uds désirant avoir accès au
canal radio, ce qui augmente en eﬀet la charge des contentions. Cela implique que
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les messages passent plus de temps dans les ﬁles d'attentes des n÷uds avant d'être
expediés vers le prochain saut. Par conséquent, plus le chemin de bout-en-bout est
grand, plus le délai augmente également. La ﬁgure 6.16 présente la consommation
d'énergie de PFmac en fonction de la charge de traﬁc. En eﬀet à l'image de la
capacité, on a une augmentation de l'énergie de façon linéaire lorsque la charge
est inférieure à deux paquets par seconde. Lorsque la charge est supérieure à deux
paquets par seconde, nous constatons un très léger aﬀaiblissement du coût en énergie.
Avec une perte importante des messages, mais surtout de l'inexploitabilité du réseau.
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Fig. 6.14: Capacité réalisable en fonction
de la charge de l'application
Fig. 6.15: Délai moyen de bout-en-bout
en fonction de la charge de l'application
Fig. 6.16: Consommation d'énergie en
fonction de la charge de l'application
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6.6 Conclusion
Après avoir présenté dans le chapitre précédent PF qui est un protocole de rou-
tage géographique sans message hello, dans ce chapitre nous avons proposé une
amélioration de ce dernier en intégrant ses concepts clés avec un protocole d'accès
au médium par échantillonnage du canal. Ces deux approches (i.e. PF et proto-
cole MAC asynchrone) sont particulièrement économes en énergie et peuvent être
combinées ensemble pour réduire de façon signiﬁcative l'énergie dans les réseaux
de capteurs. Dans ce chapitre, nous avons présenté PFmac qui est un protocole
de routage transversal. Comme PF, PFmac combine également deux stratégies de
routage : un routage glouton avec une zone de relayage plus large et un mécanisme
optimisé de découverte du 2-voisinage pour contourner les trous. PFmac utilise une
approche similaire à X-MAC [30] qui consiste à envoyer une donnée à la place des
micro-préambules, où chaque donnée est suivie par une phase de contention pendant
laquelle les n÷uds répondent. Nous proposons un dimensionnement de la longueur
des séries de données en mode glouton et en mode par contournement de trou. Pour
mettre en évidences ces performances, une étude comparative avec BOSS integre
BMAC par simulation a été réalisée avec un nombre variable de n÷uds déployés
dans un réseau dans lequel nous modélisons des trous. Les résultats de l'évalua-
tion permettent de conclure que PFmac est plus performant que BOSS integre
BMAC en termes de taux de livraison, du délai de bout-en-bout, de l'énergie rési-
duelle et de capacité. Nous avons présenté dans un second temps une évaluation des
performances en terme de capacité, délai et énergie lorsque la charge de l'application
augmente. Cela a montré que, pour des charges de traﬁc inférieure ou égale à deux
paquets par seconde, PFmac présente de meilleures performances. Toutefois, lorsque
la charge augmente, ces performances se dégradent considérablement. Il faut noter
qu'il n'était pas conçu pour prendre en considération de fortes intensités de traﬁc,
surtout qu'en général, les applications des réseaux de capteurs sont caractérisées par
des faibles intensités de traﬁc. En perspectives à ce problème, dans la conclusion,
nous proposons une optimisation capable de supporter des fortes intensités de traﬁc.
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Les réseaux de capteurs sans ﬁl connaissent un succès considérable ces dernières
années en raison des opportunités en matière d'application comme l'intelligence
ambiante, l'observation des phènomènes environnementaux, l'assistance aux secou-
ristes, le suivi des cibles militaires, la surveillance des lieux hostiles, etc. Tout cela a
été rendu possible grâce aux avancées réalisées dans les domaines des sytèmes embar-
qués et des technologies de communication. Cet intérêt s'accompagne de l'émergence
de nombreux déﬁs auxquels scientiﬁques et industriels font face aﬁn d'atteindre l'ob-
jectif commun qui est le monde numérique. L'un des déﬁs majeurs de ces réseaux
est la contrainte en énergie des capteurs. Cela impose une utilisation plus stricte
des ressources disponibles à travers des protocoles de communication plus eﬃcaces
en énergie et à diﬀérents niveaux de la pile protocolaire aﬁn de prolonger la du-
rée de vie du réseau le plus longtemps possible. Beaucoup d'eﬀorts ont été réalisés
ces dernières années aﬁn de développer des protocoles de communication eﬃcaces
en énergie à travers une architecture très classique qui est basée sur une indépen-
dance entre les couches de la pile protocolaire. Cette approche est trop limitée et
peut en général conduire à une sous-optimalité des performances des protocoles de
communication. Ces protocoles exploitent généralement des informations obtenues
a priori et qui ne prennent pas en considération la forte dynamique observée dans
ces réseaux. La solution que nous proposons dans cette thèse, pour pallier ces pro-
blèmes, consiste à utiliser une approche transversale inter-couche qui combine deux
solutions prometteuses de niveau routage et MAC aﬁn d'économiser l'énergie des
capteurs. Au niveau routage, nous proposons Pizza-Forwarding (PF). PF est
un protocole de routage géographique sans message hello qui utilise une stratégie
de relayage optimisée exploitant plutôt les liens ﬁables dans le voisinage local en pre-
mier et n'utilisant ni planarisation, ni autres processus existants dans la littérature
pour contourner les trous. Au niveau MAC, nous proposons une approche similaire
à un protocole MAC asynchrone eﬃcace en énergie existant dans la littérature avec
un modèle de communication anycast qui utilise des données utiles à la place des
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messages de contrôle ou des préambules. La solution proposée n'utilise aucune in-
formation obtenue a priori à travers des messages de contrôles périodiques qui sont
d'ailleurs non nécessaires dans le contexte des réseaux de capteurs ou à travers la
construction des tables de routage de manière passive.
7.1 Contributions de la thèse
Les principales contributions de cette thèse se résument de la manière suivante :
• L'émergence des protocoles de routage géographique sans hello a été perçue
par la communauté scientiﬁque comme une solution viable pour des applica-
tions des réseaux radio-multi-sauts à forte contrainte en ressources. Après avoir
présenté un état de l'art sur ces protocoles, nous avons discuté de certaines
limitations qui sont liées à l'adaptabilité de ces protocoles pour des réseaux
de capteurs radio multi-sauts où la dynamique du réseau est fortement liée
aux caractéristiques du canal radio plutôt qu'à la mobilité physique des cap-
teurs. Pour répondre à ces interrogations et appréhender au mieux leur utilité
pour des applications des réseaux de capteurs radio multi-sauts, nous avons
proposé un modèle analytique d'évaluation de la consommation d'énergie des
protocoles de routage pour des réseaux radio multi-sauts en fonction des pro-
priétés du réseau et de l'application. Ces résultats montrent en eﬀet que le
routage géographique sans message hello constitue une solution idéale pour
réduire la consommation d'énergie et cela reste valable quelles que soient les
caractéristiques du réseau.
• Nous avons présenté dans le chapitre 4, une étude préliminaire sur l'impact
des stratégies de relayage local sur les métriques de performances comme le
taux de livraison, le délai, le nombre de messages dupliqués et l'énergie. Nous
avons ensuite étendu cette étude dans le cas d'un routage multi-sauts aﬁn
d'évaluer la consommation d'énergie de ces stratégies par rapport à une solu-
tion optimale issue d'une optimisation linéaire que nous proposons. Puis nous
avons proposé une amélioration de Nearest Forwarding within Radius (NFR)
aﬁn d'approcher le plus possible les performances de la solution optimale.
• En se basant sur les conclusions du chapitre 4, nous avons proposé Pizza-
forwarding (PF) qui est un protocole de routage géographique sans message
hello. PF exploite un routage glouton et un routage par contournement de
trou qui n'utilise ni planarisation, ni autres processus existants dans la litté-
rature. PF utilise une zone de relayage optimisée avec des niveaux de priorité.
Il utilise une découverte optimisée du 2-voisinage pour router les messages en
présence de trou. PF privilégie toujours les n÷uds ayant des qualités de liens
ﬁables lors de la phase de selection du prochain saut des messages à travers
sa fonction délai avec un découpage en secteur, suivi par un découpage des
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secteurs en couronnes de taille identique. Pour mettre en évidence ces per-
formances, nous avons implémenté PF avec quelques protocoles de routage
géographique sans message hello dans le simulateur WSNET. Les résultats
de simulation montrent une eﬃcacité du protocole PF en terme de taux livrai-
son, d'énergie et de délai par rapport aux autres protocoles de la littérature.
Il présente également un faible taux de messages dupliqués. Toutefois, PF est
un protocole de routage qui est exploité indépendamment de la couche MAC.
Cette indépendance rend l'eﬃcacité du protocole sous-optimale malgrè sa ca-
pacité à supprimer les messages hello et à réduire la charge des messages
dupliqués avec des forts taux de réussite.
• Pour pallier les problèmes soulevés précédemment, nous optons pour une ap-
proche transversale (cross-layer) avec une couche MAC asynchrone eﬃcace
en énergie aﬁn de proposer PFmac. PFmac exploite une approche similaire
aux micro-préambules de X-MAC [30]. PFmac remplace les micro-préambules
par les données utiles où chaque bloc de données (micro-préambule) est suivi
par une phase de contention où les n÷uds actifs peuvent concourir pour ré-
pondre. Pour minimiser la probabilité de basculer dans le routage en mode
contournement de trou, PFmac subdivise les séries de blocs de données en
deux parties : les blocs de données en mode glouton et le bloc de données en
mode contournement de trou. Durant la transmission des blocs de données en
mode glouton, PFmac privilégie uniquement les n÷uds de la zone de relayage
glouton, alors que durant la phase de transmission des blocs de données en
mode contournement de trou, PFmac autorise l'ensemble des n÷uds de la zone
de relayage avec des niveaux de priorités ﬁxés par sa fonction de délai. Nous
avons proposé un dimensionnement des deux parties des blocs. Pour mettre
en évidence ces performances, nous avons implémenté PFmac avec un proto-
cole de routage géographique sans message hello intégré au protocole BMAC
[108]. Les résultats de simulation montrent une nette eﬃcacité du protocole
avec un gain plus important en terme de capacité réalisable. Toutefois, nous
avons constaté que PFmac n'est pas adapté à des charges importantes dans
le réseau. La consommation d'énergie des diﬀérents messages utilisés par PF-
mac est réprésenté sur la ﬁgure 7.1. Nous étions partis dans le chapitre 1 avec
une consommation de 91.88% en message hello, 5,69% en message de don-
nées et 2.43% en message de contrôle. En supprimant les messages hello dans
PF et en l'intégrant avec une couche MAC, nous sommes arrivés à 79.99% de
messages de données et 20.01% de messages de contrôles. Par ailleurs, notons
que l'énergie résiduelle augmente avec le nombre de n÷uds quand PFmac est
utilisé, mais diminue quand PF est utilisé. Ceci renforce en eﬀet la motiva-
tion d'une approche transversale avec une couche MAC pour mieux gérer la
consommation d'énergie des n÷uds. La réponse à la question qu'on se posait
dans l'introduction est : Oui, il est possible, raisonnable et recommandable
d'un point de vue application d'exploiter les 91.88% des messages hello pour
envoyer des données utiles.
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Fig. 7.1: La distribution de la consommation d'énergie de la pile des diﬀérents type
de messages : messages de données et les messages de contrôles.
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7.2 Perspectives
Dans cette section, nous présentons quelques perspectives de recherche qui tour-
neront autour de ces travaux de thèse.
7.2.1 Expérimentation
Dans le but de mesurer réellement les performances de PF, nous avons implé-
menté PF sur les capteurs WSN430 de la plate Senslab [119] et réalisé des expé-
riences sur des réseaux de petite taille. Les premiers résultats obtenus, bien que
prometteurs, ne nous ont pas semblé signiﬁcatifs en terme d'expérimentations pour
ﬁgurer dans ce manuscrit : les performances mesurées dépendent des conditions
d'expérimentations de la topologie du réseau, etc. et nécessitent d'être d'avantage
poussés. Par manque de temps, nous n'avons pas pu réaliser une expérimentation
avec plus d'une dizaine de n÷uds. Cela nous permettra de mesurer réellement son
eﬃcacité, mais également de mesurer l'impact du routage par contournement de trou
sur les performances comme le délai, le pourcentage de message routé en routage par
contournement de trou et le nombre de sauts des paquets. Il permettra également
d'investiguer des pistes d'optimisation que l'on peut apporter au protocole PFmac
aﬁn que l'émission de paquets successifs puisse participer à l'optimisation du che-
min vers le puits, via l'acquisition implicite d'informations topologiques permettant
d'améliorer le comportement de notre stratégie de contournement du trou.
7.2.2 Codage réseau et marche aléatoire
Notre objectif au début de cette thèse était d'aller vers des réseaux avec moins
de contrôles, voire zéro contrôle. Dans ce travail, nous montrons en eﬀet qu'à travers
les protocoles de routage géographique sans message hello, nous pouvons parvenir
à éviter l'utilisation des messages hello au prix d'une augmentation des messages
dupliqués, des messages de contrôles supplémentaires qui sont utilisés lors du pro-
cessus de routage des données uniquement, et d'une augmentation aussi du délai
de bout-en-bout. En plus de cela, un module GPS [13] est coûteux en énergie. La
marche aléatoire a récemment émergé comme une solution plus viable pour une
grande majorité d'applications des réseaux de capteurs [85]. Nous avons d'ailleurs
montré dans le chapitre 3, qu'une marche aléatoire non optimisée constitue une so-
lution pertinente pour des applications des réseaux de capteurs ayant des diamètres
inférieurs ou égaux à deux. En outre, c'est un protocole de routage très simple à
mettre en ÷uvre, robuste, adapté aux environnements fortement dynamiques et qui
est capable de fonctionner avec zéro message de contrôle. Toutefois, cela ne se fait
qu'au prix d'un surcoût important de messages dupliqués qui dégradent considéra-
blement ces performances. Le codage réseau [3, 79, 153] a été initialement proposé
pour augmenter la capacité des réseaux, mais également pour réduire le nombre
de messages à transmettre dans les réseaux, avant d'être adopté très récemment
pour des réseaux de capteurs pour la dissemination des données [41, 64] avec un
coût très raisonnable sur l'utilisation des ressources des capteurs aﬁn d'économiser
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l'énergie. L'idée est d'exploiter le codage réseau avec la marche aléatoire aﬁn de
réduire considérablement l'impact des messages dupliqués pour des applications qui
n'ont aucune contrainte en délai. Cela permettra également de réduire l'impact du
dimensionnement de la longueur du TTL de la marche aléatoire aﬁn de parvenir à
des communications plus ﬁables.
7.2.3 Agrégation des données
L'idée est d'exploiter la corrélation spatiale ou temporelle qui existent dans les
données collectés aﬁn de réduire les informations à remonter vers le puits dans
PFmac de façon distribuée dans le réseau à l'image des travaux présentés dans [14].
Étant donné que les données remontées sont en général de taille faible, nous espérons
exploiter cette particularité des données pour les fusionner dans un seul paquet de
données sans la présence de structure virtuelle dans le réseau. Cela permettra de
réduire le nombre de transmissions dans le réseau, la congestion dans le réseau,
par conséquent d'économiser l'énergie, mais également d'augmenter la capacité du
réseau sans recourir à d'autres mécanismes comme celui qui a été proposé dans [66].
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PFmac Pizza-Forwarding Medium Access Control
AODV Ad-hoc On-demand Distance Vector
AWGN Additive white Gaussian noise
BER Bit Error Rate
BLR Beacon-Less Routing
BMAC Berkeley MAC
BOSS Beacon-less On Demand Strategy for Geographic Routing in Wireless Sensor
BPSK Binary Phase-Shift Keying
CBF Contention Based Forwarding
CCA Clear Channel Assessment
CDMA Code Division Multiple Access
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CSMA/CA Carrier Sense Multiple Access with Collision Avoidance
CTF Clear-To-Forward
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DSSS Direct Sequence Spread Spectrum
DYMO Dynamic MANET On-demand
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EGBR Energy-Eﬃcient Beaconless Geographic Routing
FDMA Frequency-Division Multiple Access
GFG Greedy-Face-Greedy
GHT Geographic Hash Table
GPS Global Positioning System
GPSR Greedy Perimeter Stateless Routing
HEED Hybrid Energy-Eﬃcient Distributed
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OGF On-demand Geographic Forwarding
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RI-MAC Receiver-Initiated MAC
RTF Request-To-Forward
RTS Request-To-Send
S-MAC Sensor MAC
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SPIN Sensor Protocol for Information via Negotiation
T-MAC Timeout MAC
TDMA Time Division Multiple Access
TTL Time-To-Live
WSN Wireless Sensor Network
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