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ABTRACT 
 
The Internet has in recent years undergone a notable and substantial development, 
and line with this development computer crime has spread amongst Danish 
Internet users. Authorities have, for a long time, tried to prevent illegal actions 
and illicit material on the Internet, but finding an acceptable solution to this 
problem has, as yet,  not been a success. 
IT- og  Telestyrelsen presented in 2005 three filtration solutions as possible 
initiatives to combat illegal material on the internet, as well as to protect web-
surfer’s information and freedom of expression.  In addition to this problem, a 
new international trade agreement called ACTA presented in January 2012  as 
another solution to resolve these issues related to Internet crime.  Positions for and 
against these proposals are numerous, and questions of how great an impact, this 
agreement will have web-surfer’s freedom of expression. 
Seen in the light of theory and empirical interviews with professionals, this 
project will attempt to explain and analyze information distribution and freedom 
of expression together with filtering and the proposed solutions and, finally, the 
technical systems available.  Following completion of the formal Project findings  
a discussion will be raised centred  around positions for and against IT- og 
Telestyrelsens filtration solutions and the ACTA agreement.  Lastly we will 
compare the findings of this Project with the censorship in countries like China 
and North Korea, which is already gone to extremes with the use of censorship.   
Is it possible to develop a system that will fight crime and yet maintain Internet 
user information and freedom of expression?  Or is this just utopia?    
 
 
 
 
 RESUMé 
 
Internettets udvikling har de sidste år været markant, og i takt med denne 
udvikling har cyberkriminalitet bredt sig blandt de danske internetbrugere. 
Myndigheder har længe forsøgt at komme ulovligheder på internettet til livs, men 
det er endnu ikke lykkes dem at finde en løsning, der ikke krænker 
internetbrugernes rettigheder. 
IT- og Telestyrelsen fremlagde i 2005 tre filtreringsløsninger, som mulige 
initiativer til at bekæmpe ulovligt materiale på internettet samt beskytte 
internetbrugernes informations- og ytringsfrihed. Derudover blev en ny 
international handelsaftale ACTA (Anti-Counterfeiting Trade Agreement) 
præsenteret som løsningsforslag i januar 2012. Holdningerne for og imod disse 
løsningsforslag er talrige, og der stilles spørgsmålstegn til, hvilken påvirkning 
disse løsninger i sidste ende kan få for internetbrugerens frihed online.  
På baggrund af teori og empiri fra interviews med fagfolk redegøres og analyseres 
informations- og ytringsfrihed, filtrerings- og løsningsforslag samt de tekniske 
systemer bag. Herefter rejses en diskussion omkring holdninger for og imod IT- 
og Telestyrelsens filtreringsløsninger samt ACTA. Til sidst perspektiveres der til 
landene Kina og Nordkorea, som allerede er endt i ekstremer indenfor censur.  
Er det i sidste ende muligt at udvikle et system der bekæmper ulovligheder samt 
opretholder internetbrugernes informations- og ytringsfrihed? Eller er dette blot 
utopi?   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1 .  INTRODUKTION 
1.1 INDLEDNING  
Internettet har gennem de sidste 30 år udviklet sig til et medie benyttet af såvel 
privatliv, erhvervsliv og offentligheden. Internettets åbenhed har gjort det muligt 
for internetbrugere at oploade og downloade ulovligt materiale online. Men 
hvordan kan man forhindre, at ulovligt indhold på internettet udbredes, samtidigt 
med at borgernes informations- og ytringsfrihed opretholdes? Blandt andre har 
IT- og Telestyrelsen i rapporten: Rapport om internetudbydernes håndtering af 
ulovligt indhold og ytringsfrihed 2005, fremlagt forskellige løsninger på denne 
problemstilling, men uden en endelig løsning. Rapporten tager udgangspunkt i 
forskellige filtreringsløsninger, og der vil diskuteres, hvilken løsning eller 
løsninger der bedst muligt bekæmper cyberkriminalitet, samtidig med at bevare 
danskernes ytringsfrihed. Den omtalte handelsaftale ACTA, er blevet diskuteret 
som en mulig løsning, men kan man med denne aftale komme cyberkriminalitet 
til livs samt beskytte menneskerettighederne? Og hvilke holdninger er der for og 
imod denne problemstilling? 
1 .2 problemfelt og Motivation  
Oprørte demonstranter og mediernes fokus, om ACTAs indførelse i Danmark, var 
grunden til, at vi blev interesseret i at undersøge problemstillingen nærmere. Alle 
gruppens medlemmer er internetbrugere og benytter internettet hver dag til 
diverse sociale medier, nyheder, spil osv.. Vores første bekendtskab med begrebet 
ACTA, fik os til at stille spørgsmålstegn til, hvorvidt denne aftale i sidste ende 
kan få indflydelse på fremtidens internet. Dette motiverede os til at gå dybere ned 
i problemstillingen og finde ud af, hvilke kritikpunkter der er fremlagt 
omhandlende ACTA. 
Internettets opblomstring har givet civilsamfundet en ny form at kommunikere på, 
muligheden for frit at ytre sine holdninger og modtage alverdens informationer.  
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Desværre har udviklingen af internettet også medført til en stigende grad af 
cyberkriminalitet. Myndighederne har længe forsøgt at udarbejde løsninger, der 
skal komme cyberkriminalitet til livs. Efter at diverse filtreringsløsninger og 
handelsaftalen ACTA er kommet på talefod, er internetbrugerne blevet bekymret 
for den mulige overvågning af internettet. Men er der nogen grund til bekymring i 
Danmark? Vi mener, at det er spændende at undersøge holdninger for og imod 
indførelsen af filtreringsløsninger, internetcensur og ACTA. Man kan antage, at 
internettet er vores vej til at dele viden, og at det derfor vil stride imod vores 
rettigheder i Danmark at censurere og blokere internetsider. Andre anser disse 
metoder som de eneste løsninger for at forhindre blandt andet børnepornografi og 
ulovlig downloading. Adskillige debatter omhandlende denne problemstilling 
raser i medierne, og rundt i verden har gader været fyldt med demonstranter. Men 
hvilke holdninger er der egentligt for og imod denne problemstilling? Den store 
omtale omkring censurering og blokering af internetsider, handelsaftalen ACTA 
og brugernes bekymring for den fremtidige udvikling, har motiveret os til at 
vælge emnet internetcensur. 
Vores overvejelser og motivation for emnet sendte os ud til demonstrationen: 
STOP ACTA i indre København. Her interviewede vi forskellige demonstranter og 
fik os en øjenåbner. Problemstillingen handler ikke kun om indførelsen af ACTA, 
derimod er fokus også på bevaringen af det frie internetforum, og den frie 
mulighed for at ytre sig. Dette påvirkede os til at ændre kurs i vores projekt. Det 
skulle ikke kun omhandle ACTA og dets konsekvenser, men derimod om hvilke 
løsninger der både opfylder filtreringer af ulovligheder og uønsket indhold, samt 
bevarelse af brugernes informations- og ytringsfrihed på internettet.  
Samfundet bliver mere og mere afhængigt af internettet og dets kunnen.  
Afhængigheden bunder ud i, at flere ærinder i fremtiden udføres online, fx 
offentlige ydelser og andre arbejdsrelaterede opgaver. Vi ved selv, at det er svært 
at styre alle de fristelser der foregår på internettet, og derfor er virksomheder og 
institutioner nødsaget til at investere i filtreringsløsninger, hvor de kan blokere for 
adgang til privatsurfing i arbejdstiden. Dette ser vi som en interessant 
problemstilling og samlet med vores andre problemstillinger, kan man stille 
spørgsmålet: Hvordan håndterer man ulovligt eller uønsket indhold på internettet 
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samtidig med at opretholde internetbrugernes rettigheder? En spændende vinkel, 
som motiverede os alle til et videre projektarbejde.  
1 .3 Afgrænsning   
Vi har valgt at afgrænse os fra at gå i dybden med fildeling, virus, downloading, 
spam, underholdnings- og medicinbranchen. Derimod fokuserer vi på de 
problemstillinger, der kan opstå i forbindelse med ulovligheder eller uønsket 
indhold på internettet, i form af børnepornografi og ærekrænkelser mm.. I 
projektet fokuseres der på de danske filtreringsløsninger, og dermed afgrænses der 
fra problemstillinger i andre lande. Her skal det tydeliggøres, at vi kun tager 
udgangspunkt i informations- og ytringsfrihed i Danmark. Vi ønsker at lægge 
vægt på, hvordan myndighederne håndterer de ulovligheder, der er på internettet 
samtidigt med, at de tilstræber, at bibeholde den danske informations- og 
ytringsfrihed. I denne sammenhæng ser vi det teknologiske system fra 
myndighederne og private, som forsøger at regulere internettet for at opretholde 
og overholde den danske lovgivning. Vi har valgt at inddrage handelsaftalen 
ACTA, som den aktuelle diskussion om regulering af ulovligheder online, hvorfor 
vi ikke fokuserer på ACTA som et teknologisk system. ACTA er under proces, og 
derved er vi nødsaget til at fralægge os ændringer i handelsaftalen sket efter 15. 
maj 2012.  
1 .4 Begrebspræcisering  
Vi vil kort præcisere begreber brugt i rapporten:  
ISP: Når vi benytter os af forkortelsen ISP, står det for Internet Service Provider. 
ISP indebærer alle internetudbydere.  
Filtrering / censurering: Begreberne filtrering og censurering skal forstås med 
samme betydning. Når der censureres på internettet, filtreres der informationer 
fra.  
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Cyberkriminalitet / ulovligheder på internettet: Begreberne cyberkriminalitet og 
ulovligheder på internettet skal forstås med samme betydning. Begreberne 
indebærer strafbare forbrydelser på internettet i forhold til dansk lovgivning. 
Herunder downloading af ulovligt materiale, hacking, børnepornografi, racistiske 
udtalelser m.m.  
 
Menneskerettigheder / ytringsfrihed: Begreberne menneskerettigheder og 
ytringsfrihed skal forstås med samme betydning. Når der i rapporten henvises til 
menneskerettigheder, er dette med særligt fokus på ytringsfrihed, da dette har 
særlig relevans for vores rapport.  
Informationsfrihed / ytringsfrihed: Begreberne informationsfrihed og 
ytringsfrihed skal forstås med samme betydning. Ytringsfrihed indebærer retten til 
at ytre sig frit samt modtage information.  
Traktat / handelsaftale: Begreberne traktat og handelsaftale skal forstås med 
samme betydning. Begreberne benyttes ens, idet ACTA af forskellige mennesker, 
anses som værende enten en traktat eller handelsaftale. 
Myndigheder: Begrebet myndigheder indebærer internetudbydere og offentlige 
foreninger, samt den danske stat.  
Internetbrugere: Begrebet internetbrugere indebærer alle danske borgere, der har  
adgang til internet, og de er dermed vores fokusgruppe.  
1 .5 PROBLEMFORMULERING  
Hvordan forsøger myndigheder gennem filtreringsløsninger bedst muligt at 
håndtere ulovligheder samt uønsket indhold på internettet, samtidig med at 
opretholde de danske borgeres informations- og ytringsfrihed? Og hvilke 
argumenter og kritik er der for og imod indførelsen af ACTA i Danmark med 
henblik på informations- og ytringsfrihed?  
I rapporten lægges der vægt på problemstillingen om, hvordan de danske 
myndigheder vil håndtere cyberkriminalitet uden at påvirke internetbrugernes 
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informations- og ytringsfrihed. Der ses her på hvilke filtreringsløsninger IT- og 
Telestyrelsen i 2005 fremlagde og Red Barnets hotline. ACTA diskuteres i 
rapporten for at inddrage et aktuelt eksempel på et nyt løsningsforslag.  
1 .6 ARBEJDSSPØRGSMÅL  
For at besvare problemformuleringen har vi opstillet følgende arbejdsspørgsmål. 
Ytringsfrihed: 
• Hvornår blev ytringsfriheden indført i Danmark? Og hvilke rettigheder 
medfører den de danske borgere for at ytre sig frit på internettet? 
• På hvilke områder og situationer har de danske myndigheder censureret 
offentligt materiale på internettet? 
Filtreringsløsninger: 
• Hvilke filtreringsløsninger er taget i brug for at håndtere ulovligheder på 
internettet? 
• Hvordan fungerer filtreringsløsningerne? 
• Hvilke konsekvenser kan filtreringsløsninger have i henhold til 
ytringsfriheden? Og hvilke holdninger er der for og imod disse?   
Handelsaftalen ACTA: 
• Hvad er intentionen med den aktuelle handelsaftale ACTA? 
• Hvilke holdninger er der for og imod indførelsen af ACTA? 
 
Der vil i metodeafsnittet redegøres for, hvilke metoder vi har benyttet os af for at 
besvare ovenstående arbejdsspørgsmål. 
1 .7 INDDRAGELSE AF DIMENSIONERNE   
I vores projekt gør vi brug af to dimensioner, Teknologiske systemer og artefakter 
og Subjektivitet, teknologi og samfund. Den første dimension har fokus på 
teknologiske systemer og artefakter, her ser man nærmere på dets processer, og 
hvordan en bestemt teknologi fungerer. I vores tilfælde er der tale om, hvilken 
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funktion en teknologi har, som kan bekæmpe ulovligheder på nettet og samtidig 
fastholde informations- og ytringsfriheden. Vi kigger nærmere på det 
teknologiske systems opbygning og dets effekter. Vi har valgt løsningsforslag fra 
IT- og Telestyrelsen, som fremlægger tre forskellige løsninger på problematikken 
i form af filtreringsværktøjer. Disse filtreringsværktøjer har hvert sit niveau, som 
vi vil uddybe nærmere i projektrapporten. Derudover benytter vi Red Barnet som 
case og redegør for deres hotline, der har til formål at bekæmpe børnepornografi 
på internettet. Med denne case får vi gjort vores problemstilling og teknologiske 
systemer mere virkelighedsnære.  
Den anden dimension fokuserer på relationen mellem teknologier, mennesker, 
kulturer og samfund. Denne dimension er interessant at inddrage, da den 
fokuserer på forandringer som følge af en teknologisk udvikling. I vores projekt 
ser vi nærmere på, hvilke teknologiske filtreringsløsninger der har til formål at 
håndtere ulovligt, samt uønsket indhold på internettet samtidig med at opretholde 
danskernes informations- og ytringsfrihed. De forskellige filtreringsløsninger har 
indflydelse på internetbrugerne, og der vil med denne teknologi ske en forandring, 
ud fra hvilken filtreringsteknologi der bliver benyttet. Vi anvender 
humanvidenskabelige teorier omkring menneskerettigheder, med henblik på 
informations- og ytringsfrihed. Med analysemetoder opnår vi en dybere forståelse 
af løsningsforslagenes indflydelse på samfundet.  
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2. metode 
 
I arbejdet med problemorienteret projektarbejde, arbejder man ud fra at skulle 
besvare en problemformulering. Til besvarelsen af problemformuleringen og 
arbejdsspørgsmålene, bruges der metoder. Til undersøgelsen af vores projekt om 
at forhindre ulovligheder på internettet, samtidig med at opretholde 
menneskerettighederne, har vi benyttet den dobbelthalede fisk til at strukturere 
vores projektarbejde. Desuden har vi fortaget interviews, for at få besvaret 
problematikker og undren ved emnet, og for at komme frem til en eventuel 
løsning herpå. Derudover har vi udført casestudie, hvor vi ud fra tre cases, 
undersøger forskellige løsningsforslag med henblik på at besvare vores 
problemformulering. For at give læseren et større indblik i vores videnskabelige 
overvejelser, vil vi i det følgende afsnit beskrive alle tre metoder: Den 
dobbelthalede fisk, interviewmetode og casestudie, og hvordan vi har valgt at 
inddrage dem i vores projekt. 
2.1 DOBBELTHALEDE FISK 
 
 
(Pries-Heje & Grosen lek. 1, slide nr. 26) 
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For at strukturere og skabe overblik i vores projektarbejde, har vi valgt at benytte 
os af den dobbelthalede fisk, som planlægningsmodel for vores arbejdsproces. 
Hermed kan vi se de forskellige faser i vores projektforløb, og hvornår de finder 
sted.   
Vi startede i planlægnings- og inspirationsfasen, som er den venstre hale på den 
dobbelthalede fisk. I denne fase har vi benyttet os af brainstorming, empiri/data, 
og vores egne diskussioner til at afgrænse og komme nærmere den røde tråd i 
projektet. Vi forestillede os den venstre hale som en tragt, hvor vi startede 
brainstormingen bredt, men gennem diskussioner og udvidet viden, fik vi 
afgrænset os. For at skaffe viden har vi; deltaget i en demonstration, åben høring 
om ACTA i DR Byen, udformet et spørgeskema og lavet et semistruktureret 
interview med Allan Bartroff fra TDC. På baggrund af den viden vi fik indsamlet, 
afgrænsede vi os til, hvad vi fandt relevant og mest interessant. Problemstillingen 
lød herefter, hvordan man kan forhindre ulovligheder på internettet, samtidig med 
at opretholde menneskerettighederne. Problemformuleringen blev ændret gennem 
forløbet, efter vi opnåede ny viden, som åbnede vores øjne for en anden vinkel på 
projektet. 
Kroppen i den dobbelthalede fisk er selve kernen i projektet. Her fandt vi det 
vigtigt at indsamle og derefter sortere den irrelevante empiri fra. Det var vigtigt, at 
vi var bevidste om at anvende troværdigt og indholdsrigt viden. Indenfor vores 
afgrænsede projekt vil vi i afsnittet om kildeovervejelser komme med en nærmere 
redegørelse. Vi valgte at kontakte TDC, politiker Margrete Auken, Red Barnet, 
IT-Politisk Forening, Erhvervsstyrelsen mfl., for at få en bredere forståelse af de 
forskellige løsningsforslag. Desuden har vi valgt at analysere flere cases, for 
efterfølgende at diskutere de forskellige løsningsforslag der forsøger at kommer 
ulovligheder på internettet til livs. På baggrund af analyser og diskussioner, endte 
vi ud i udråbstegnet på den dobbelthalede fisk. Til sidst i projektet er det nu 
muligt at besvare problemformuleringen i en konklusion, som vil resultere i et 
endeligt projekt, dette er den højre hale på fisken.  
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2.2 INTERVIEWMETODE  
I vores projekt har vi blandt andet valgt at bruge interviews til indsamling af data 
og empiri. Interviews er en særlig god metode til at få indsamlet detaljeret og 
righoldig viden. Vi har valgt at bruge flere forskellige former for interviews, for at 
skaffe os en bredere viden, og for at finde frem til nogle kriterier for censur på 
internettet. Vi startede med at deltage i en demonstration i København mod 
ACTA, hvor vi foretog åbne interviews. Derefter deltog vi i åben høring om 
ACTA i DR Byen (bilag 2: Tilmelding til åben høring om ACTA), og der blev 
udarbejdet et spørgeskema (bilag 4: Spørgeskema). Desuden har vi efterfølgende 
udført semistruktureret og struktureret interviews med fagfolk fra TDC, IT-
Politisk Forening og Europa-parlamentet. Interviews blev opstillet på baggrund af 
Jan Pries-Hejes forelæsninger ved Roskilde Universitet, det Humanistisk 
Teknologiske Basisstudie i kurset Design og metode, 1. semester 2011, om 
indsamling af data, og Steinar Kvales bog Interview – En introduktion til det 
kvalitative forskningsinterview. I de følgende afsnit beskrives de forskellige 
former for interviews, hvordan de blev håndteret og ikke mindst, hvilken 
indflydelse de har haft på projektet.  
Overordnet for opbygning af alle interviews er det vigtigt at: […] ”indholdet og 
formålet går forud for metoden” (Steinar Kvale, Interview – En introduktion til 
det kvalitative forskningsinterview, s. 179). Derfor skal man foretage sig nogle 
generelle overvejelser om: […] ”vejen til målet. Uden et erklæret mål er det 
vanskeligt at vise vejen til det.” (Steinar Kvale, Interview – En introduktion til det 
kvalitative forskningsinterview, s. 179). Hvorfor vi lagde ud med at stille os selv 
spørgsmål, om hvad vi gerne vil have ud af interviewet, emnet, og hvorfor vi vil 
lave det, formålet. Når emne og formål er fastlagt, er det derefter muligt at vælge 
metoden til målet og stille os selv spørgsmålet, hvordan. Det var her, vi valgte 
både at gøre brug af åbne, semistruktureret og struktureret interviews, da vi 
mener, at det giver os det bedst mulige resultat og alsidighed til at besvare de 
forskellige mål. 
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2.3 ÅBNE INTERVIEWS OG OBSERVATION 
 
Tidligt i projektet blev den åbne interviewmetode anvendt, da vi var til 
demonstration mod ACTA.  Desuden udførte vi observationer til åben høring om 
ACTA i DR Byen. Dette var tidligt i forløbet, og vi havde endnu ikke opnået stor 
faglig viden inden for emnet. Åbne interviews og observation er særligt egnet, når 
domænet er nyt, og man ikke har megen forhåndsviden. Det specielle ved disse 
former for interviews er, at de er ustrukturerede, og man kun har emnet og 
mødetidspunkt fastlagt. Som beskrevet ovenover startede vi med at spørge os selv, 
hvad vil vi gerne have ud af interviewet, og hvorfor vil vi gerne vide det. Det gør 
det mere overskueligt, hvorfor man egentlig gennemfører dataindsamlingen. 
Overordnet skulle vi bruge interviewet og observationen til at konkretisere os, 
finde problemet og det relevante i forhold til vores problemstilling. Formålet med 
demonstrationen var at danne os et overblik over, hvad befolkningen mener om 
løsningsforslagene og handelsaftalen ACTA. Formålet med observationen var 
derimod at finde ud af, hvilke holdninger der var for og imod handelsaftalen 
ACTA. Disse to emner fandt vi spændende, da vi her kunne finde frem til nogle af 
de problematikker, der var gældende. Efter vi vidste, hvad vi gerne vil vide, og 
hvorfor vi vil vide det, så vi på, hvordan vi kunne finde frem til svarene, som i 
dette tilfælde var at høre befolkningen og politikkerne ad. 
Åbne interviews er en form for samtale, der tager form, som samtalen skrider 
frem. Vi havde til demonstrationen forberedt os på temaer og enkelte spørgsmål, 
som vi gerne ville berøre (bilag 1: Demonstration STOP ACTA). Vi sørgede for at 
stille spørgsmål som lagde op til beskrivelse, og forsøgte så vidt muligt at virke 
åbne overfor, hvad den interviewede havde at fortælle. Under både det åbne 
interview og observationen til den Åbne høring i DR Byen, tog vi adskillige 
notater (bilag 1 og 3: Demonstration STOP ACTA og Åben høring om ACTA). 
Dette gjorde det muligt at vende tilbage til udtalelserne og diskutere dem i 
gruppen. Interviewet og observationen var tilsammen med til at åbne vores øjne, 
for hvad vi mente var den mest spændende problemstilling indenfor 
løsningsforslag til ulovligheder på internettet, nemlig samspillet mellem censur og 
menneskerettigheder.  
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2.4 STRUKTURERET INTERVIEW  
Det strukturerede interview er som ordet siger meget struktureret, hvilket kan 
udarbejdes i form af spørgeskemaer. I denne interviewform har man på forhånd 
udarbejdet fastlagte spørgsmål, som giver faste svar. Vi valgte at gøre brug af 
denne interviewform i en tidlig fase, for at skabe os et overblik over, hvilket 
forhold befolkningen har til ACTA. Desuden brugte vi også denne form for 
interview senere i projektet for at få konkrete svar omkring teknologiske 
systemer. Strukturerede interviews er ideelle, hvis man ønsker at interviewe 
mange og har brug for at danne sig et overblik over svarene. Denne form kræver 
lang tids forberedelse til udformning af spørgsmål, men det er derimod let at 
danne sig et hurtigt overblik over svarene, som man blandt andet nemt kan lave 
statistik over.  
Spørgeskemaet skulle give os et overblik over befolkningens holdning til ACTA, 
men efter vores projekt tog en drejning, og resultaterne desværre så ud til at blive 
meget farvet, har vi valgt ikke at inddrage resultaterne fra 
spørgeskemaundersøgelsen. Når man udarbejder et spørgeskema, er det vigtigt at 
forme spørgsmålene objektive og desuden komme ud til en stor 
befolkningsgruppe. Vores spørgsmål blev desværre ikke besvaret af nok, til at 
svarene var relevante at bruge i vores projekt. 
Som tidligere nævnt benyttede vi strukturerede interviews til at få konkrete svar 
fra politiker Margrete Auken, TDC og IT-Politisk Forening. I forhold til 
interviewet med Margrete Auken, kunne det have været interessant at benytte et 
semistruktureret interview. Det semistrukturerede interview er beskrevet senere i 
afsnittet, og det giver et mere dybdegående interview. Det var desværre ikke 
muligt med Margrete Auken, da hun havde et stramt program, og vi var derfor 
taknemmelige for, at hun gad besvare vores sendte spørgsmål pr. e-mail.  
Til de andre interviews fandt vi det derimod mest relevant at lave strukturerede 
interviews, da vi ønskede at få beskrevet nøje og konkret deres teknologiske 
systemer. Her var det ikke vigtigt at kunne spørge yderligere ind til svarene, 
medmindre de ikke blev besvaret tilstrækkeligt. I arbejdet med strukturerede 
interviews, er det vigtigt at have viden i forvejen, som man kan opbygge sine 
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spørgsmål ud fra. Det havde vi blandt andet på baggrund af IT- og Telestyrelsens 
rapport: Rapport om internetudbydernes håndtering af ulovligt indhold og 
ytringsfrihed. Til disse interviews lagde vi ud med at spørge os selv, hvad vi gerne 
vil vide og hvorfor, derved hvordan løsningsforslag fungerer, og hvorfor de er 
gode til at besvare vores problemformulering. Hvordan vi skulle finde frem til 
svarene, mente vi var ved at tage direkte kontakt til interessenterne: ”Jo mere 
struktureret interviewsituationen er, desto nemmere vil den senere analytiske 
strukturering af interviewet være” (Steinar Kvale, Interview – En introduktion til 
det kvalitative forskningsinterview, s. 134). Eftersom vi søgte at få forklaret 
løsningsforslagene konkret og ikke at analysere deres besvarelser, valgte vi denne 
form for interview. De strukturerede interviews hjalp os til, at få en forståelse for 
de forskellige teknologiske løsningsforlag til bekæmpelse af ulovligheder på 
internettet.  
2.5 SEMISTRUKTURERET INTERVIEW  
Endeligt er der semistruktureret interview, som vi ved første kontakt anvendte til 
at interviewe Allan Bartroff fra TDC. Semistruktureret interview også kaldet halv 
struktureret, er som navnet siger, struktureret mere end det åbne, men er langt fra 
så lukket som fx et spørgeskema. I denne interviewform har man på forhånd 
fastlagt emne og eventuelle spørgsmål. Her er det muligt at gøre brug af 
forskellige typer af interviewspørgsmål, og på den måde finde frem til det 
relevante indhold den interviewede fortæller. Således får interviewet en hvis 
kvalitet, som er spændende at analysere efterfølgende. Denne type interview giver 
mulighed for at gentage betydningsfulde ord og stille opfølgende spørgsmål, på 
den måde viser man sin interesse og kan få uddybet svaret nærmere. En anden 
type spørgsmål er sonderende spørgsmål, hvilket kan være noget lignende, kan du 
fortælle mig mere om det?: ”Her forfølger intervieweren svarene, sonderer deres 
indhold, men uden at sige, hvilke dimensioner der vil blive taget hensyn til” 
(Steinar Kvale: Interview – En introduktion til det kvalitative forskningsinterview, 
s. 137). Desuden brugte vi fortolkende spørgsmål, hvor man gentager svaret, på 
den måde man har forstået det, hvorefter det er muligt for den interviewede at be- 
eller afkræfte betydningen. Med denne type spørgsmål er det potentiel at tolke på 
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interviewet undervejs. Det er vigtigt, at intervieweren sørger for at holde fokus, 
hvilket kan gøres med strukturerede spørgsmål, der sørger for at holde en 
retningslinje, så man får relevant viden. Til sidst er det vigtigt at respektere 
tavshed under interviewet. Dette giver den interviewede mulighed for at tænke sig 
om inden et svar, hvilket kan resultere i betydningsfuld information. Denne form 
for interview var særlig god til det første interview med Allan Bartroff fra TDC. 
Her var formålet ikke kun konkrete svar men også at kunne tolke på, hvad der 
blev sagt i forhold til handelsaftalen ACTA. Formålet var, udover at høre om 
ACTA, også at høre om TDCs holdninger til ACTA. Eftersom Allan Bartroff fra 
TDC viste sig at være meget afvisende og afkræftende, i det vi spurgte om, havde 
vi derfor med det semistrukturerede interview mulighed for at tolke undervejs og 
spørge ind til, de ting vi tolkede, hvorefter han kunne be- eller afkræfte. Vi havde 
på forhånd udformet nogle spørgsmål, der hjalp os med at holde fokus. Vi fulgte 
dog ikke spørgsmålene slavisk, da vi fandt det interessant at spørge ind til nogle af 
de informationer, vi fik. 
2.6 KVALITATIVt VS. KVANTITATIVT INTERVIEW  
Vi har valgt både at gøre brug af kvalitative - og kvantitative interviews: ”Kvalitet 
betyder hvilken slags, den væsentlige karakter af noget. Kvantitet betyder hvor 
meget, hvor stor, mængden af noget” (Steinar Kvale: Interview – En introduktion 
til det kvalitative forskningsinterview, s. 76). Det kvantitative interview brugte vi 
ved hjælp af spørgeskema til at få sat tal på, hvor mange der bliver påvirket og 
provokeret af ACTA. Vi fandt denne interviewform relevant, da vi ønskede at 
skabe os et bredere overblik, og følte et behov for at kunne sætte tal og statistik 
på. Selvom vi endte med at fravælge vores resultat, var det interessant at arbejde 
med denne form. ”Det kvalitative interview er en enestående sensitiv og stærk 
metode til at få fat i de interviewedes oplevelser af deres hverdagsverden og dens 
levede betydning” (Steinar Kvale: Interview – En introduktion til det kvalitative 
forskningsinterview, s. 78), med denne interviewform, som vi brugte i åbne- og 
semistrukturerede interviews, er det muligt at grave værdifulde meninger frem og 
objektive kendsgerninger, som har essentiel mening. Som Kvale beskriver det, er 
det ligesom en minearbejder, hvor man graver værdifuldt metal op (Steinar Kvale: 
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Interview – En introduktion til det kvalitative forskningsinterview, s. 17). Til den 
Åbne høring om ACTA i DR Byen og demonstrationen STOP ACTA var det 
muligt efterfølgende at kigge nærmere på vores noter og finde det værdifulde for 
vores projekt.  
2.7 INTERVIEWANALYSE  
Efter man har fortaget interviews, kan man analysere dem for at finde det 
essentielle frem. Vi har valgt at tage noter til demonstrationen STOP ACTA og 
den Åbne høring om ACTA i DR Byen, hvorefter at bearbejde dem. Det gjorde vi 
ved at renskrive og færdiggøre noterne og på den måde fik vi genopfrisket 
oplevelserne. Desuden valgte vi at lave en transskription af interviewet med Allan 
Bartroff  fra TDC (bilag 5: Telefoniskinterview med Allan Bartroff fra TDC), efter 
at have optaget det. Vi valgte ikke at lave videre analyse af disse interviews, da vi 
ikke fandt det relevant. Observationen, de åbne- og semistrukturerede interviews 
åbnede vores øjne for, hvad der var interessant at gribe fat i, men ikke noget vi vil 
gå dybere ind i. De strukturerede interviews mente vi skulle blive stående og ikke 
tolkes på, eftersom de var meget faktaprægede.  
2.8 CASESTUDIE   
Vi har valgt at udarbejde casestudie til besvarelse af vores problemformulering: 
”Casestudiet er en strategi til empirisk udforskning af et udvalg af nutidigt 
fænomen i sin naturlige sammenhæng ved anvendelse af forskellige datakilder, 
der kan anvendes i en bevisførelse”(Knud Ramian: Casestudiet i praksis, s. 15). 
Når der arbejdes med casestudie, er det relevant at finde et fænomen, man vil 
undersøge nærmere. Dette fænomen undersøges ud fra forskellige cases, jo flere 
cases man har om samme fænomen jo bedre bevismateriale. De forskellige cases 
kan analyseres hver for sig, for derefter at blive stillet op mod hinanden og 
sammenlignet. Ved at sammenligne analyserne udarbejdes der en konklusion til 
problemformuleringen. Fænomenet i dette projekt er en løsning til, hvordan man 
kan forhindre ulovligheder på internettet uden at krænke menneskerettighederne. 
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Vi har valgt at analysere to cases som alle berører fænomenet og 
problemstillingen. De to cases er løsningsforslagene: IT- og Telestyrelsens 
rapport: Rapport om internetudbydernes håndtering af ulovligt indhold og 
ytringsfrihed og Red Barnets hotline og deres ”sikkerchat”. Derudover har vi 
valgt at inddrage en diskussion om ACTA. Der arbejdes ud fra  særlige træk ved 
casestudiet: 
• En empirisk undersøgelse 
• Et udvalgt fænomen 
• Et nutidigt fænomen i sin naturlige sammenhæng 
• Forskellige datakilder 
• Argumentation gennem bevisførelse 
”Empirisk forskning er forskning, hvor konklusionerne drages på grundlag af 
”data”” (Knud Ramian: Casestudiet i praksis, s.24). Når man arbejder med 
casestudie, er det vigtigt, at fænomenet i realiteten eksisterer, og at man kan 
undersøge hændelser der finder sted. Ulovligheder på internettet er en aktuel 
problemstilling og meget nutidigt, og der arbejdes på flere forskellige 
løsningsforslag, som vi mener er interessant at analysere. Derfor har vi valgt at 
analysere cases, der berører emnet internetcensur. Desuden har vi fortaget 
interviews som underbygger de forskellige cases.  
”Der er tre hovedtyper af fænomener: systemer, forløb og personer” (Knud 
Ramian: Casestudiet i praksis, s.24).  Vores fænomen er et systemet til løsning af 
ulovligheder på internettet. Vi mener, det er interessant at undersøge, hvilket 
system der vil være den bedst mulige løsning på problemet. Derfor arbejder vi 
med cases, hvor der er blevet udarbejdet forskellige systemer.  
”Casestudiet er ofte studier af fænomenerne i nutiden, og studiet gennemføres 
der, hvor fænomenet udspiller sig” (Knud Ramian: Casestudiet i praksis, s. 25).  
Som tidligere nævnt er systemet til bekæmpelse af ulovligheder på internettet 
meget nutidigt, og der arbejdes på forskellige systemer til at løse problemet. Vi 
har valgt at interviewe flere af de fagfolk, der arbejder med systemerne for at 
undersøge fænomenet, der hvor det finder sted og kommer til at påvirke.  
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”En enkelt datakilde vil også ofte være alt for usikker, når man skal studere et 
nutidigt fænomen” (Knud Ramian: Casestudiet i praksis, s. 26). Hvis der kun 
analyseres på ét løsningsforslag til bekæmpelse af ulovligheder på internettet, vil 
det give et alt for ensidigt resultat. Vi har derfor valgt at se på flere cases, for 
derefter at kunne sammenligne dem. Ved casestudiet arbejder man ud fra at 
undersøge fænomenet ud fra flere forskellige datakilder. Udover dokumenterne 
om de forskellige systemer har vi desuden lavet observationer og interviews for at 
underbygge undersøgelsen.  
”Har man flere cases, kan man undersøge forskelle og ligheder mellem 
forklaringerne. Man sammenligner altså resultaterne af de enkelte casestudier” 
(Knud Ramian: Casestudiet i praksis, s. 27). Vi valgte at analysere Red Barnets 
hotline og ”sikker chat” og IT- og Telestyrelsens løsningsforslag for at se på 
hvilke argumenter, der var for og imod hvert system. Derefter var det muligt i en 
diskussion at sammenligne de forskellige resultater af systemerne, for at finde 
frem til det mest ”hensigtsmæssige” løsningsforslag. Ved at arbejde med flere 
cases er det muligt at sammenligne forklaringer og holdninger, og på den måde 
sammensætte det bedste teknologiske system, der bekæmper cyberkriminalitet og 
opretholder menneskerettighederne: ”Netop muligheden for at undersøge flere 
konkurrerende forklaringer i samme undersøgelse er efter Yins opfattelse en 
særlig styrke ved casestudiet” (Knud Ramian: Casestudiet i praksis, s.30). Vi har 
haft muligheden for at se på flere forskellige løsninger, men desuden også 
interviewe folk med flere forskellige holdninger til problemet, hvilket har hjulpet 
os til en bedre bevisførelse.  
2.9 Kildeovervejelser  
Bøger og rapporter:  
 
Kvale Steinar 1997: Interview - En introduktion til det kvalitative 
forskningsinterview, Hans Reitzels Forlag. Steinar Kvale er professor i 
pædagogisk psykologi og leder af Center for Kvalitative Metodeudvikling ved 
Århus Universitet, samt adjungeret ved Saybrook Institute San Francisco. På 
baggrund af dette antager vi denne kilde som værende troværdig.   
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Ramian Knud 2007: Casestudiet i praksis, Academica. Bogen er en 2. håndskilde, 
og bogen bygger på Bent Flyvbjergs berømte afhandling: Rationalitet og Magt 
samt Robert K. Yins berømte definition på casestudiet: Studiet af Vor Herres egne 
eksperimenter. Bent Flyvbjerg er professor på Aalborg Universitet. Vi anser 
denne kilde som troværdig, selvom det er en 2. håndskilde, da bogen som sagt 
bygger på to berømte teorier.  
 
Olsen, Poul Bitsch & Pedersen, Kaare 2011: Problemorienteret projektarbejde – 
en værktøjsbog, 3. udgave, Roskilde Universitetsforlag. Vi har brugt denne bog til 
at udforme projektet i form af den dobbelthalede fisk, men forholder os kritisk til 
kilden, da den er udgivet til studiet Samfundsfaglig basisstudium og ikke 
Humanistisk teknologisk basisstudium ved Roskilde Universitet. 
 
IT- og Telestyrelsen 2005: Rapport om internetudbydernes håndtering af ulovligt 
indhold på internettet og ytringsfrihed. IT- og Telestyrelsen har som hovedopgave 
at udvikle og gennemføre initiativer inden for de centrale områder af regeringens 
IT-politiske strategi. På grund af det antager vi, rapporten for at være en troværdig 
kilde.  
 
Telekommunikationsindustrien i Danmark 2007: Retningslinjer for håndtering af 
henvendelser om strafbar adfærd på internettet. Rapporten er udarbejdet i 
samarbejde med IT Branchen (ITB), Telekommunikationsindustri (TI), og IT-
Telestyrelsen, på baggrund af at rapporten er udarbejdet af de tre store IT 
foreninger, anser vi rapporten for at være en pålidelig kilde.  
 
Spørgeskemaet:  
Vi har i starten af projektet udformet et spørgeskema omhandlende forbrugerens 
brug af internettet, samt deres holdning til overvågning. Vi valgte dog ikke at 
bruge spørgeskemaet, som en del af vores empiri, da svarene var for farvet. Det 
vil derfor ikke give et alsidigt billede af danskerens brug af internet, samt 
holdninger om ACTA.  
 
 
 Side 18 af 121  
Åben høring om ACTA i DR Byen: 
Vi vil gerne gøre opmærksom på at de ni siders bilag, der er fra den Åbne høring i 
DR Byen, ikke er noteret ordret, da det var umuligt at få noteret alt, hvad der blev 
sagt fra deltagerne.  
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3. teori  
Der vil i de følgende seks afsnit blive redegjort for internettets udvikling, 
menneskerettigheder med henblik på informations- og ytringsfrihed, , IT- og 
Telestyrelsen, de teknologiske systemer udarbejdet af IT- og Telestyrelsen og Red 
Barnet samt handelsaftalen ACTA. Teoriafsnittene skal give en bred forståelse af, 
hvilken udvikling internettet har gennemgået, og hvilke rettigheder den danske 
borger har, når det kommer til at ytre sig på internettet. Desuden ønsker vi at 
redegøre for handelsaftalen ACTA og mulige teknologiske systemer til 
håndteringen af ulovligheder på internettet med formål at opnå forståelse for de 
initiativer, der er fremlagt. 
3.1 internettets udvikling  
Internettet var oprindeligt udviklet til et nordamerikansk militært 
forskningsprojekt i 1969, ARPA-net. I 1980’erne kom internettet til Danmark, 
og blev benyttet inden for forskning og uddannelse på de datalogiske og 
datatekniske institutter. I dag, cirka 30 år senere, har internettet udviklet sig til et 
”alle-mands-eje”, og enhver kan tilslutte sig internettet gennem en 
internetudbyder. Internettet benyttes i dag til privat kommunikation, og er 
bindeled mellem erhvervsliv, privatliv og offentligheden. Samtidigt med at 
internettet udviklede sig og åbnede op for en bred vifte af muligheder for at ytre 
sig til offentligheden, kommunikere med omverden og dele filer på tværs af 
landegrænser, opstod der konsekvenser heraf (Gyldendal: 
www.denstoredanske.dk).  
 
IT- og Telestyrelsen udgav i 2010 en undersøgelse om: Det digitale samfund 
2010, omhandlende anvendelse og holdninger til internettet og 
informationsteknologier.  Undersøgelsen illustrerer, at 88 procent af de danske 
familier i 2010 som minimum har én computer i hjemmet, hvor 86 procent heraf 
også har internetadgang 
(http://www.itst.dk/statistik/IT%20og%20Telestatistik/det-digitale-
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samfund/2010/Det%20digitale%20samfund%202010.pdf). Disse tal understreger 
hvilken normalitet, det at have computer og internetadgang er blevet.  
Det frie internet og internettets åbenhed har medført, at de danske borgere har 
fået adgang til alverdens information. På internettet kan individer verden over 
dele deres synspunkter og erfaringer med hinanden 
(http://videnskab.dk/blog/mellem-frihed-og-sikkerhed-en-fortaelling-om-
internettet).  
Friheden på internettet har ligeledes gjort det muligt, for brugere at agere 
ulovligt på internettet. Cyberkriminalitet herunder; udbredelsen af virus, 
oploading af børnepornografi, ulovlig downloading og oprettelse af racistiske og 
terrororienterede grupper online er blot få af de ulovligheder, der er opstået på 
det offentlige internet.  
Den fuldstændige åbenhed og frihed på internettet er i år 2012 blevet fortid. 
Flere offentlige myndigheder har i dag oprettet regler for internetbrug, der skal 
forhindre og vanskeliggøre udbredelsen af ulovligheder på internettet.  
Disse regler er fokuseret særligt på at beskytte børn mod børnepornografi og 
opretholde privat- og erhvervspersoners rettigheder. På trods af at disse regler er 
oprettet med gode henseender, frygter internetbrugere udviklingen heraf. Den 
øgede kontrol har medvirket til en frygt for, at man i fremtiden vil gå ind og 
censurere holdninger og kommentarer, de offentlige myndigheder ikke bryder 
sig om (http://videnskab.dk/blog/mellem-frihed-og-sikkerhed-en-fortaelling-om-
internettet).  
Diskussioner og holdninger om hvorvidt denne form for censurering af 
internettet krænker internetbrugernes informations- og ytringsfrihed, vil senere i 
rapporten blive analyseret og stillet op mod hinanden i en diskussion. 
3.2 Menneskerettigheder med henblik på 
informations- og ytringsfrihed  
I følgende afsnit redegøres for menneskerettighedernes indførsel i Danmark. 
Desuden vil vi kigge nærmere på menneskerettighederne med særlig henblik på 
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ytrings- og informationsfriheden. Formålet er at redegøre for, hvilke rettigheder 
danske borgere har for at ytre sig på internettet.  
Der blev for første gang gennemført en række menneskerettigheder i Danmark 
med Grundloven den 5. juni 1849. Grundloven blev senere revideret i 1866, 1915 
og sidst i 1953. Grundloven indeholder rettigheder såsom ytringsfrihed, 
forsamlingsfrihed og religionsfrihed, og er grundlaget for dansk lov. Til 
beskyttelse af menneskerettighederne har Danmark, desuden tilsluttet sig Den 
Europæiske Menneskerettighedskonvention (EMRK), Konventionen til 
beskyttelse af menneskerettigheder og grundlæggende frihedsrettigheder. 
Konventionen trådte i kraft i 1953 under Grundloven. Først da 
inkorporeringsloven blev vedtaget i 1992, blev konventionen gjort til dansk ret. 
Grundloven er forældet i forhold til moderne menneskerettighedsstandarter, og 
derfor inddrages EMRK oftere end Grundloven til sager om menneskerettigheder. 
Flere grundlæggende menneskerettigheder eksisterer ikke i Grundloven, og staten 
bruger derfor ofte de internationale konventioner for at beskytte rettighederne.  
Danmark kan tilslutte sig en konvention, ved at regeringen med Folketingets 
samtykke ratificerer konventionen. Når et land tilslutter sig en international 
konvention, påtager landet sig at overholde konventionens forpligtelser, men 
bliver ikke en del af landets ret, som fx EMRK er, idet den er inkorporeret. 
EMRK er den eneste menneskerettighedskonvention, som Danmark har 
inkorporeret, og derfor anvender danske domstole betydeligt oftere den 
konvention frem for andre. Danmark har ratificeret nogle af FNs 
menneskerettighedskonventioner (Rapport af Institut for menneskerettigheder: 
Gennemførelse af menneskeretten).  
Den danske stat går generelt meget op i at beskytte menneskerettighederne, og har 
gjort det i mange år. Det er en tradition, at der arbejdes med menneskerettigheder i 
dansk politik, og at der er en stor politisk opbakning. Desuden er Danmark også et 
samfund som bidrager til debatten om menneskerettigheder. Alt efter hvilken 
regering vi har haft, har der været fokus på forskellige rettigheder, blandt andet 
ytringsfrihed, børns rettigheder osv.. I 1987 oprettede Folketinget Det Danske 
Center for Menneskerettigheder, som i 2002 blev Institut for Menneskerettigheder 
(http://menneskeret.dk/menneskerettigheder/danmark+og+menneskerettigheder/d
er+er+menneskerettigheder+i+danmark).  
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På baggrund af Grundloven og de konventioner Danmark har ratificeret eller 
inkorporeret, er det tydeligt, at Danmark ønsker at varetage befolkningens 
rettigheder. Når vi i vores projekt ønsker at finde et løsningsforslag til 
bekæmpelse af ulovligheder på internettet, samtidig med at opretholde 
menneskerettighederne, er det relevant at kigge nærmere på, de 
menneskerettigheder der eventuelt bliver påvirket ved en censurering af 
internettet. Der har været en diskussion om, hvorvidt ytrings- og 
informationsfriheden bliver krænket, og vi har derfor valgt at kigge nærmere, på 
rettigheder der vedrører disse.  
I Den Danske Grundlovs paragraf 77 står der skrevet: 
”Enhver er berettiget til på tryk, i skrift og tale at offentliggøre sine tanker, dog 
under ansvar for domstolene. Censur og andre forebyggende forholdsregler kan 
ingensinde på ny indføres” (www.grundloven.dk). 
Med andre ord forsikrer denne lovgivning, at vi som danske borgere har retten til 
frit at udtrykke vores holdninger såvel i skrift som i tale, uden offentligheden og 
statens godkendelse. Desuden er den også et forbud mod censur. Det skal 
understreges, at lovgivning har sat grænser for, hvad der er lovligt at ytre i det 
offentlige rum. Som enkeltperson står man stadig til ansvar for sine gerninger og 
ytringer, og man kan i værste fald risikere at stå til ansvar for disse ved en 
domstol (www.ft.dk/leksikon). 
Som tidligere nævnt lever EMRK mere op til moderne 
menneskerettighedsstandarter end Grundloven, og artikel 10 er derfor en mere 
omfattende og moderne opfattelse af ytringsfriheden: 
Stk. 1.: Enhver har ret til ytringsfrihed. Denne ret omfatter meningsfrihed og 
frihed til at modtage eller meddele oplysninger eller tanker, uden indblanding fra 
offentlig myndighed og uden hensyn til landegrænser. Denne artikel forhindrer 
ikke stater i at kræve, at radio-, fjernsyns- eller filmforetagender kun må drives i 
henhold til bevilling.  
Stk. 2.: Da udøvelsen af disse frihedsrettigheder medfører pligter og ansvar, kan 
den underkastes sådanne formaliteter, betingelser, restriktioner eller 
straffebestemmelser, som er foreskrevet ved lov og er nødvendige i et demokratisk 
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samfund af hensyn til den nationale sikkerhed, territorial integritet eller offentlig 
tryghed, for at forebygge uorden eller forbrydelse, for at beskytte sundheden eller 
sædeligheden, for at beskytte andres gode navn og rygte eller rettigheder, for at 
forhindre udspredelse af fortrolige oplysninger, eller for at sikre domsmagtens 
autoritet og upartiskhed 
(http://www.menneskeret.dk/menneskerettigheder/historie/kilder+til+historen/den
+europæiske+menneskerettighedskonvention).  
Med andre ord sikrer artikel 10 i modsætning til Grundlovens paragraf 77, retten 
til at søge og modtage informationer, uden at man efterfølgende skal stå til ansvar 
for sine ytringer. Artiklen går ind og sikrer borgernes informationsfrihed. Det skal 
tilføjes, at man kun undgår at stå til ansvar, hvis ikke ens ytring hører under stk. 2. 
I denne artikel er der også begrænsninger af ytringsfriheden, idet ens ytring ikke 
må påvirke nationalsikkerhed, offentlig tryghed og være en forbrydelse mm..  
Før 1900-tallet var ytringsfrihed lig med trykkefrihed, idet at tryk og bøger var det 
eneste massemedie, man dengang havde. Senere hen blev ytringsfriheden langt 
mere omfattende, da der kom flere forskellige former for informationsteknologier. 
Sverige var det første land som indførte trykkefrihed i 1766. Danmark og Norge 
fulgte efter i 1770, men det blev hurtig indskærpet igen. Derefter forsøgte 
Frankrig og USA sig med trykkefriheden, men i Sverige og Frankrig blev den 
atter afskaffet. Sverige fik den genindført i 1820, hvor den har været lige siden. 
Når en stat fravælger censur, er det ikke ensbetydende med, at der er 100 procent 
ytringsfrihed, idet magthaverne stadig kan straffe for uønsket indhold, ligesom i 
paragraf 77 hvor der er forbud mod censur, men det i visse tilfælde godt kan 
straffes at ytre sig.  
Det er lovgivningen som fastlægger, hvornår ytringsfrihedens grænser er 
overskredet 
(http://www.denstoredanske.dk/Samfund,_jura_og_politik/Filosofi/Filosofi_i_180
0-_og_1900-t./ytringsfrihed).   
Det er nødvendigt, at ytringsfriheden har sine grænser for at beskytte sikkerheden. 
Hvis det var lovligt at ytre sig om hvad som helst, vil det kunne få konsekvenser, 
da der kan opfordres til vold, terror, børnepornografi osv.. Spørgsmålet er bare, 
hvor grænsen for ytringsfrihed bør gå, hvilket er en diskuteret problemstilling. 
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Hvis man ser tilbage på Muhammed karikaturtegningerne, der blev offentlig gjort 
i Jyllandsposten den 30. september 2005, blev ytringsfriheden sat på prøve. Der 
blev diskuteret om, det er en form for ytringsterror som sætter statens sikkerhed 
på spil, eller om det blot er en mening, der har ret til at blive fortalt. Efter 
Danmarks ytringsfrihed de senere par år er blevet sat på prøve, er der sket visse 
indskrænkninger i de danske rammer for ytringsfrihed 
(http://www.leksikon.org/art.php?n=2776).  
Danskerne er kendt for og stolte over ytringsfriheden. Efter at internettet er blevet 
mere tilgængeligt, og muligheden for ulovligheder på internettet er blevet lettere, 
er man nødt til at lave nogle løsningsforslag for at komme ulovligheder på 
internettet til livs. På baggrund af ovenstående, hvor man har ret til at dele og søge 
de informationer man vil, og at censur er forbudt, har det været nødvendigt at lave 
nogle begrænsninger af ytringsfriheden. Disse begrænsninger er også en del af 
loven og sikrer en vis sikkerhed, dog diskuteres det, hvor grænsen for 
ytringsfriheden bør gå. Når det siges, at vi har ytringsfrihed i Danmark, vil det 
sige; vi har ret til at udtale os, om hvad vi vil og ikke mindst ret til  informationer, 
så længe det ikke betegnes som ulovligheder. 
3.3 IT- og Telestyrelsen   
IT- og Telestyrelsen er en dansk telemyndighed, som varetager opgaver under 
ministeriet for Videnskab, Teknologi og Udvikling (siden 2011, har det ændret sig 
til Ministeriet for Forskning, Innovation og Videregående Uddannelser) 
(http://www.itst.dk/). IT- og Telestyrelsen blev oprettet d. 1. april 2002, da Statens 
Information og Telestyrelsen blev sammenlagt. I år 2006 skete der en 
organisationsændring i Videnskabsministeriet som gjorde, at informations- og 
kommunikationsteknologi blev overført til IT- og Telestyrelsen. IT- og 
Telestyrelsen varetager forskellige opgaver fx radiofrekvensforvaltningen, 
internationale standardiseringsorganisationer på teleområdet og typegodkendelser 
af teleterminaler. De udfører en række administrative opgaver i henhold til 
telelovgivningen og tilsynsbeføjelser i forbindelse med reguleringen af den 
danske telesektor (http://www.version2.dk/leksikon/IT-_og_Telestyrelsen). I det 
store hele arbejder de på at øge IT-sikkerheden, sikre offentlig kommunikation og 
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information, fremme borgernes brug af IT og støtte udviklingen af dansk 
teleindustri. IT- og Telestyrelsen ser vigtigheden i at være en del af det moderne 
videnssamfund, og det er dermed nødvendigt, at borgere bliver integreret og 
opfordret til at udvikle deres IT-færdigheder. De er samtidig med til at fremme 
internetbrugernes tryghed, og tillid til den elektroniske infrastruktur ved at 
definere, vejlede og oplyse om IT-sikkerhed. Ved den nye regerings tiltrædelse i 
oktober 2011, blev det besluttet, at IT- og Telestyrelsen skulle nedlægges, 
forretninger samt arbejdsopgaver blev uddelegeret til andre ministerier: 
Finansministeriet, Forsvarsministeriet, Erhvervs- og Vækstministeriet og 
Økonomi- og Indenrigsministeriet 
(http://www.denstoredanske.dk/Samfund,_jura_og_politik/Samfund/Ministerier,_s
tyrelser,_udvalg_og_råd/IT-_og_Telestyrelsen samt 
http://www.scribd.com/doc/67271074/Kgl-resolution-af-3-oktober-2011).  
3.4 IT- og Telestyrelsens filtreringsløsninger  
I takt med digitaliseringen af samfundet er der opstået flere konsekvenser for 
sikkerheden på internettet. I nogle tilfælde forekommer det, at man støder på 
hjemmesider med uønsket indhold, som fx børneporno eller ærekrænkelser. Det er 
her filtreringsværktøjer kommer ind i billedet. Det er muligt at filtrere sider med 
ulovligt og uønsket indhold, dog er der stadig ingen programmer, som med 
sikkerhed kun filtrerer det ulovlige og uønsket indhold. Det er derfor vigtigt, at 
der arbejdes med forskellige løsninger for at forbedre IT-sikkerheden. Der findes i 
dag adskillige filtreringsløsninger, vi har valgt at tage fat på Red Barnets hotline 
(som bliver beskrevet i næste afsnit) og  IT- og Telestyrelsens tre forskellige 
niveauer af filtreringsløsninger.  
IT- og Telestyrelsen fremlagde år 2005 en rapport: Rapport om 
internetudbydernes håndtering af ulovligt indhold og ytringsfrihed, som 
præsenterer tre mulige niveauer for filtreringsløsninger:  
• Brugerniveau 
• ISP-niveau 
• Nationalt niveau 
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Inden vi redegør for de tre forskellige niveauer, vil vi kort forklare, hvad et filter 
på internettet er. 
Filter: 
Et eller flere datasæt danner et filter, som man også kan kalde et 
filtreringsprogram. Et eksempel på et datasæt er DNS-adresser, IP-adresser eller 
nøgleord. Hver gang en internetbruger prøver at komme ind på en ulovlig 
hjemmeside, vil filteret screene hjemmesiden, og filteret sorterer dermed de ting 
der ikke skal vises til internetbrugerne fra. Afhængigt af hvad man har opsat 
filteret til at gøre, vil det installerede filter kontrollere hjemmesider mod et 
regelsæt. Der er forskel på, hvordan blokeringerne kommer frem på 
internetbrugernes computerskærm, det kan enten være en advarselsside, som 
sendes til internetbrugeren i stedet for at komme direkte ind til den ulovlige eller 
uønsket hjemmeside. En anden blokering kan ske ved, at internetudbyderen låser 
en siden, så det ikke er muligt for internetbrugeren at komme ind på den ønskede 
hjemmeside. Filtreringen kan enten foregå i netværkskomponenter, serveren eller 
lokalt på internetbrugerens private computer. Det er dermed muligt for 
erhvervsdrivende og private internetbrugere at blokere uønsket samt ulovlige 
hjemmesider (http://searchsecurity.techtarget.com/definition/Web-filter). 
Brugerniveau: 
Brugerniveau er en mulighed for den individuelle internetbruger, som kan købe 
kommercielle filterløsninger ved internetudbyderne eller ved almindelig handel. 
Det er muligt for den individuelle internetbruger at vælge specifikke filtrer efter 
behov og dermed ikke en ufrivillig filtrering af internetforbindelsen. Denne 
individuelle filterløsning kan enten ske via internetudbydernes netværk, eller den 
individuelle internetbruger kan selv foretage filtreringen på egen computer. 
ISP-niveau: 
Filtrering på ISP-niveau er frivillige aftaler mellem internetudbydere og hotlines, 
denne filtreringsløsning er en model, hvor internetudbyderne filtrerer ulovligt 
eller uønsket indhold på internettet for sine kunder. Dermed går al internettrafik 
gennem internetudbydernes filter, før det når ud til kunderne. Hvis kunden 
kommer ind på en hjemmeside, som internetudbyderen har vurderet som ulovlig 
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og uønsket, vil der som oftest komme en fejlmeddelelse frem på skærmen. Det er 
dog stadig muligt at fravælge denne filtreringsløsning, da det både kan 
implementeres som et obligatorisk filter, eller et filter som kunden får tilbudt ved 
køb af internetforbindelse. Der er forskel på om filtreringen er henvendt til privat 
brug eller erhverv. Erhvervskunder har oftest en højere effektivitet af filtreringer, 
for at undgå privat surfing og øge sikkerheden i netværket. Fx anvender Red 
Barnet en obligatorisk filtrering til deres hotline (se afsnit 3.5 om Red Barnets 
hotline som teknologisk system) 
Nationalt niveau: 
Nationalt niveau er en filtrering af den samlede internettrafik til Danmark. 
Selvstændige netværk og kommunikationslinjer der ved hjælp af fælles 
kommunikationsstandarder er sammenkoblet og udgør internettet. Hvis man 
ønsker at kende til internettrafikken og filtrere den, er det vigtigt, at man kender til 
de kanaler, internettrafikken benytter sig af. Det er ligegyldigt, hvilken type 
filtreringsværktøj man anvender, al internettrafik til Danmark vil gå gennem et 
filter, som vil analysere internettrafikken, inden den passerer ud til modtagerne.  
Senere i rapporten vil der indgå en analyse og diskussion af IT- og Telestyrelsens 
filtreringsløsninger.  
3.5 Red Barnets hotline som teknologisk system  
I 1998 oprettede Red Barnet en hotline til anmeldelse af børnepornografi fundet 
på internettet. På hotlinen arbejder de med potentielt ulovligt materiale, anmeldt 
fra private internetbrugere eller ISP’ere. Anmelderne kan vælge at være anonyme 
eller at komme med personlige oplysninger. Red Barnets hotline samarbejder med 
INHOPE, som er et internationalt hotline-netværk, bestående af 21 nationale 
hotline-organisationer (IT- og Telestyrelsen: Rapport om internetudbydernes 
håndtering af ulovligt indhold og ytringsfrihed s.10). Med dette samarbejde 
forpligter Red Barnet sig til regler for hotline-drift og arbejder desuden i 
overensstemmelse med procedurer fra Rigspolitiet. Igennem samarbejdet med 
INHOPE kan Red Barnet udveksle anmeldelser, og informationer med andre 
 Side 28 af 121  
hotlines. (Rapport Red Barnet: Regler for behandling af anmeldelser til Red 
Barnets Internet hotline). 
Red Barnets hotline udfører en bestemt procedure, som anmeldelsen skal 
gennemgå, denne bliver fortaget hver formiddag undtagen i weekenden.  Der er 
tre måder, hvorpå en borger kan anmelde børnepornografi, enten via e-mail, post 
eller telefon. Det første Red Barnet gør, når de modtager en anmeldelse, er at 
undersøge indhold og oprindelse. De undersøger først, om indholdet på 
internetsiden er ulovligt ifølge den danske straffelov. Derefter sporer de 
internetsidens oprindelsesland, for hvorefter at videresende anmeldelsen til 
relevante instanser. Denne videresendelse sker enten via e-mail eller relevante 
hjemmesider (Rapport Red Barnet: Regler for behandling af anmeldelser til Red 
Barnets Internet hotline). 
Nedenfor ses en behandling af en anmeldelse: (Rapport Red Barnet: Regler for 
behandling af anmeldelser til Red Barnets Internet hotline). 
 
 
 
 
 
                                            
 
 
 
 
 
Når Red Barnet har undersøgt anmeldelsen nærmere, handler de alt efter, hvilken 
type sag det er. Hvis indholdet på hjemmesiden ikke er direkte ulovligt, kontakter 
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Red Barnet i stedet ejeren af hjemmesiden og opfordrer dem til at slette filerne. 
Hvis det derimod er en dansk hjemmeside med ulovligt materiale, videresender 
Red Barnet anmeldelsen til Rigspolitiet via en krypteret kommunikationsplatform. 
Herefter behandler Rigspolitiet sagen og har et samarbejde med 
internetudbyderne, der kan blokere for en hjemmeside, hvis det er nødvendigt. En 
anmeldt hjemmeside som ikke er dansk, videresendes til det pågældende lands 
hotline, hvis landet ellers lever op til visse standarter. Hjemmesidens 
oprindelsesland skal have en troværdig hotline, enten være medlem af INHOPE, 
eller være i tæt samarbejde med politiet. Er et land medlem af INHOPE, sendes 
anmeldelsen via INHOPEs anmeldelsesside for medlemmer. Hvis hjemmesidens 
oprindelsesland ikke har en troværdig hotline, videresendes informationerne til 
Rigspolitiet som efterforsker sagen. Hvis en anmeldelse giver anledning til at 
efterforske yderligere eller har brug for særlig opmærksomhed, fx anmeldelser af 
fildelingsprogrammer sendes materiale også til Rigspolitiet. Alt dette sendes som 
tidligere nævnt via en krypteret kommunikationsplatform (kilde: Rapport Red 
Barnet: Regler for behandling af anmeldelser til Red Barnets Internet hotline). 
Efter en anmeldelse får anmelderen altid et automatisk svar om, at anmeldelsen er 
modtaget. De personlige oplysninger som muligvis er givet, behandles fortroligt 
og er kun tilgængelige ved anmelderens samtykke. Anmeldelserne gemmes i 
hotlinens database og er kun tilgængelige for medarbejderne fra hotlinen. Hele 
vejen igennem samarbejder Red Barnet med Rigspolitiets Nationalt IT-
Efterforskningscenter, de holder hinanden opdateret via e-mail, krypteret 
forbindelse eller telefon, hvor Rigspolitiet kan rådgive hotlinen.  
I Red Barnets rapport: Hvornår skal jeg anmelde seksuelle billeder af børn? 
Rådgiver de anmeldere til, hvornår det kan være relevant at anmelde en 
hjemmeside. Her skriver de blandt andet: ”[…] som viser utugtige billeder af 
børn… hvor der vises konkrete seksuelle aktiviteter med børn og i øvrigt billeder 
af børn under 18 år i seksuelle krænkende, situationer” (Rapport Red Barnet: 
Hvornår skal jeg anmelde seksuelle billeder af børn?). De skriver desuden, at de 
behandler erotiske billeder af børn, som ikke nødvendigvis er ulovlige, men er 
krænkende for børn. Derudover gør de opmærksom på, de ikke ønsker 
anmeldelser af pornografi med nogen over 18 år. Eller af børn der ikke er 
afklædte, og hvor der ikke er et konkret seksuelt fokus. Hvis Red Barnet modtager 
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anmeldelser med ovenstående, vurderes de til ikke ulovlige. Herefter gøres der 
ikke mere ved anmeldelsen, eller også vælger Red Barnet at kontakte udbyder og 
rådgive dem til at slette, hvis indholdet kan misforstås (kilde: Barnets rapport: 
Hvornår skal jeg anmelde seksuelle billeder af børn?).  
Senere i rapporten indgår en analyse og diskussion af Red Barnets hotline.  
3.6 Handelsaftalen ACTA  
Anti-Counterfeiting Trade Agreement (ACTA) er en omdiskuteret international 
handelsaftale, som er indgået mellem en række lande verden over. Aftalen er 
under diskussion, om den skal blive vedtaget endeligt eller ej. Aftalen er ikke trådt 
i kraft endnu, da Europa-parlamentet skal godkende aftalen først.  Intentionen bag 
ACTA går primært ud på at bekæmpe den store mængde af kopivarer, som er 
mulige at downloade på internettet på verdensplan samt generiske lægemidler. 
Indenfor den digitale verden vil ACTA beskytte ophavsretten, som indebærer at 
myndighederne vil have ret, til at overvåge borgernes internetforbrug. ACTA skal 
skabe internationale standarder og øge det internationale samarbejde, hvor 
forbrugernes oplysninger og informationer skal være tilgængeligt for at forhindre 
og forebygge krænkelser på internettet (http://euo.dk/spsv/off/alle/ACTA/).  
Gennem den seneste tid har der været stor debat på internettet og demonstrationer 
rundt omkring i verden grundet ACTA. Der foregik fortrolige forhandlinger i 
2006 til 2007, og først i år 2010 blev materialer og udkast gjort tilgængeligt for 
offentligheden. Dette har skabt stor kritik, da op til flere EU-lande har 
underskrevet aftalen i al fortrolighed. Lande som Australien, Canada, Japan, 
Marokko, New Zealand, Singapore, Sydkorea og USA har underskrevet traktaten 
d. 1. oktober 2011, og Danmark og 22 andre EU-lande kunne underskrive 
traktaten i januar 2012 (http://ec.europa.eu/trade/tackling-unfair-trade/acta/). 
Handelsaftalen ACTA er udarbejdet uden samarbejde af WIPO og WTO, som den 
har fået meget kritik for. WTO forsikrer udviklingslande som Afrika, Indien etc.. 
WTO har en aftale som hedder TRIPS (Trade related aspects of Intellectual 
Property Rights), handelsaftalen giver landene mulighed for at producere billig 
kopimedicin, uden nogle af de store medicinfirmaer kan sagsøge landene. Ved 
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ikke at inddrage WTO til forhandlingerne er det en af grundene til, at 
handelsaftalen er udemokratisk, da man ikke inddrager udviklingslande og 
tilgodeser, at de ikke har de samme muligheder som Vesten.  
Danmark underskrev ACTA d. 26. januar 2012 bag lukkede døre, samt uden 
nogen demokratisk debat. Dette har medført til en heftig diskussion efter aftalen 
blev offentliggjort. Kritikken af ACTA er blevet et stort samtaleemne i 
medieverden, og til blandt andet demonstrationerne i Danmark har der været stor 
opbakning. Nogle borgere mener, at der først nu er der kommet ordentlig fokus på 
ACTA, så de kan have indflydelse på lovforslaget. Ikke kun i Danmark, men 
overalt i Europa har der været massive protester og demonstrationer mod ACTA. 
For eksempel har de polske politikere er mødt op i parlamentssalen med masker 
som protest mod aftalen. Europa-Parlamentet har endnu ikke godkendt 
handelsaftalen ACTA, men bliver formentlig vedtaget i juni 2012 (bilag 3: Åben 
høring om ACTA). 
Hvad vil ACTA betyde for de danske internetbrugere?  
Hvis ACTA bliver indført, er der forskellige holdninger til, hvad det vil komme til 
at betyde for de danske internetbrugere. Overordnet set kritiseres ACTA for at 
medføre til, at beskyttelsen af personlige oplysninger og ytringsfrihed vil gå hen 
og blive undermineret på internettet. Regeringen vil have tilladelse til at give 
private internetudbydere lov til at blokere hjemmesider samt overvåge og benytte 
personlige oplysninger, såfremt der er mistanke om krænkelse af ophavsretten. 
Tilhængere af ACTA argumenterer i stedet for, at ACTA vil kunne beskytte 
underholdningsindustrien og mindske mængden af ulovligheder på internettet. 
Der lægges her stor fokus på, at den omtalte internetfrihed også skal ses fra 
kunsternes synspunkt. Kunsternes frihed kan med ACTA blive opretholdt og 
deres produkter beskyttes.  
Hvad sker der i Danmark, hvis man krænker ophavsretten? Indtil videre snakker 
de danske politikere om ”brevmodellen”, som går ud på, at der bliver sendt 
advarselsbreve til de internetbrugere der mistænkes for at krænke ophavsretten. 
Det er internetudbyderne der skal betale for frimærkerne, og det betyder, at 
regningen sendes videre til forbrugerne. Politikerne har indset, at det vil medføre 
større økonomiske omkostninger , hvorfor der skal andre løsninger til. 
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Udviklingen af ACTA er under proces, og diskussionerne for og imod 
handelsaftalen raser. Senere i rapporten vil en diskussion forekomme om  
holdninger for og imod handelsaftalen ACTA.  
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4. ANALYSE  
Der vil i de følgende to afsnit blive fortaget en analyse af IT- og Telestyrelsens tre 
løsningsforslag, samt en analyse af Red Barnets hotline. Dette gøres med henblik 
på at opstille og fortolke holdninger til de forskellige løsningsforslag.  
4.1 Analyse af rapport om internetudbydernes 
håndtering af ulovligt indhold og 
ytringsfrihed, IT- og Telestyrelsen, september 
2005  
Det er blevet konstateret, at der er en eksponentiel udvikling indenfor ulovligt og 
uønsket indhold på internettet, og det er derfor nødvendigt at finde en løsning til 
at håndtere disse ulovligheder. Internettet er hverken ejet eller styret af bestemte 
personer, men er derimod styret af en række forskellige nationale, internationale, 
offentlige og nogle private organisationer. Internettets styring er afhængigt af 
nationale love samt internationale aftaler, som IT- og Telestyrelsen beskriver på 
deres hjemmeside:  
”Internetstyring dækker således over nationale love, internationale aftaler og 
tekniske former for administration og om-handler alt fra indhold og sikkerhed, 
over infrastruktur og adgang og til udvikling og menneskerettigheder” 
(http://www.itst.dk/politik-og-strategi/internationalt-samarbejde/globalt-
samarbejde/fn/dansk-internet-governance-forum/dansk-igf-2010/igf-og-styringen-
af-internettet-2013-hvad-handler-det-egentlig-om). 
Internetudbyderne som udbyder elektroniske kommunikationstjenester via 
internetadgang, har en central rolle i håndteringen af bekæmpelse af ulovligt og 
uønsket indhold på internettet. I Danmark har de danske udbydere mulighed for at 
fjerne ulovligt og uønsket indhold. Det er vigtigt, at udbyderne tager hensyn til 
informations- og ytringsfriheden i Danmark samtidig med, at de skal fjerne det 
ulovlige og uønskede indhold på internettet.  
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IT- og Telestyrelsen har i år 2005 udgivet rapporten: Rapport om 
internetudbydernes håndtering af ulovligt indhold og ytringsfrihed, omhandlende 
bekæmpelse af ulovligt indhold på internettet samtidigt med opretholdelse af 
ytringsfriheden.  Eftersom ytringsfrihed og begrænsning af ulovligt indhold er to 
nære problemstillinger, har IT- og Telestyrelsen valgt at samle emnerne i denne 
rapport. I rapporten fremvises der tre mulige initiativer til løsning på 
problematikken om, hvorvidt man kan fjerne ulovligheder på internettet, samtidigt 
med at tage passende hensyn til ytrings- og informationsfriheden.  
I nedenstående afsnit vil vi analysere rapporten fra IT- og Telestyrelsen, hvor vi 
vil gå ind og analysere på deres løsningsforslag af håndtering af ulovligt indhold 
og sikring af tryggere rammer for internetbrugerne. Vi vil kigge nærmere på, 
hvilke holdninger IT- og Telestyrelsen opstiller for og imod deres løsningsforslag. 
Filtreringsløsninger: 
Filtreringsløsninger er en metode, og en hjælp til internetbrugerne til at begrænse 
og forhindre adgang til uønsket indhold, fx børneporno. Det er både en måde at 
forhindre brugere, som ikke ønsker at blive udsat for uønsket indhold, men også 
en løsning til at forhindre aktive opsøgere af ulovligt indhold. Der er endnu ikke 
opfundet, en filtreringsløsning som kan lave en 100 procent effektiv sortering af 
uønsket og ulovligt indhold, uden en risiko for at nyttigt indhold vil blive fjernet. 
Denne sortering af nyttigt indhold betragtes som en begrænsning af informations- 
og ytringsfriheden.  
IT- og Telestyrelsen kritiserer de filtreringsløsninger, der i 2005 var gældende, da 
de ikke var i stand til 100 procent at skelne mellem ulovligheder eller gavnlig 
information på internettet.  
”Der findes ikke i dag en løsning, hvor det er teknisk muligt at foretage en effektiv 
sortering af uønsket information, uden at gavnlig information ligeledes vil blive 
ramt” (Rapport om internetudbydernes håndtering af ulovligt indhold og 
ytringsfrihed, IT- og Telestyrelsen, september 2005, s. 4 ). 
IT- og Telestyrelsen understreger, at teknologien endnu ikke har udviklet sig til et 
punkt, hvor denne form for filtrering ikke vil påvirke gavnlige informationer på 
internettet.  De mener derved, at så længe der er risiko for, at filtreringsløsningen 
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ikke lever op til ovenstående krav, vil det få konsekvenser for borgernes ytrings- 
og informationsfrihed.  
”Frasortering af gavnligt indhold kan virke som en begrænsning af ytrings- og 
informationsfriheden” (Rapport om internetudbydernes håndtering af ulovligt 
indhold og ytringsfrihed, IT- og Telestyrelsen, september 2005, s. 4). Derudover 
vurderer IT- og Telestyrelsen, at løsningen i sidste ende vil resultere i 
indskrænkelser af borgernes frie valg, idet en national filtrering ikke vil kunne til- 
eller fravælges af den almindelige borger.   
Som tidligere nævnt har IT- og Telestyrelsen anlagt tre forskellige niveauer af 
filtreringsværktøjer: 
• Brugerniveau 
• ISP-niveau 
• Nationalt niveau 
Fordele og ulemper ved de tre forskellige niveauer analyseres nedenfor. 
Brugerniveau: 
IT- og Telestyrelsen vurderer, at der bør bakkes op om internetudbydernes udbud 
af kommercielle filterløsninger samt opfordrer og gør brugerne opmærksomme på 
muligheden for køb af filtreringsværktøjer. IT- og Telestyrelsen udtaler i deres 
rapport:”[…] kan den individuelle bruger købe kommercielle filterløsninger enten 
hos sin internetudbyder eller i almindelig handel. Individuelle filterløsninger 
giver primært brugeren mulighed for selv at frasortere uønsket indhold. Derimod 
hindrer man ikke en brugers aktive søgen efter ulovligt indhold ”( Rapport om 
internetudbydernes håndtering af ulovligt indhold og ytringsfrihed, IT- og 
Telestyrelsen, september 2005, s. 4). 
”Det er IT- og Telestyrelsens vurdering, at man bør bakke op om 
internetudbydernes udbud af kommercielle filtreringsværktøjer til egne kunder og 
opfordre til fortsat udbud af filtreringsværktøjer af høj kvalitet og til rimelige 
priser” ( Rapport om internetudbydernes håndtering af ulovligt indhold og 
ytringsfrihed, IT- og Telestyrelsen, september 2005, s. 5). Problemet ligger i, at 
det koster penge, og det er ikke alle der har råd eller vil bruge sine penge på et 
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filtreringsværktøj. Hvorfor det kan være svært at ramme alle målgrupper. Erhverv, 
uddannelsesinstitutter, forældre som vil beskytte deres børn mod uønsket indhold, 
osv. er de instanser som oftest investerer i filtreringsværktøjer. Men det kan være 
svært at ramme de unge internetbrugere.  
En eventuel løsning kunne være, at det er et krav, at der er et filtreringssystem på 
hver computer, og internetbrugeren selv kan slå det til og fra. Hvorfor det ville 
give, den enkelte internetbruger fri mulighed for at filtrere uønsket indhold fra, og 
informations- og ytringsfriheden blive frataget.   
ISP-niveau: 
Filtrering på ISP-niveau er frivillige aftaler mellem internetudbydere og hotlines, 
hvilket IT- og Telestyrelsen vurderer som en mulig filtreringsløsning. Men 
endvidere kan der opstå intern konkurrence mellem ISP’erne. IT- og Telestyrelsen 
understreger, at filtreringsløsninger overfor erhvervskunder indebærer en stor 
risiko for, at en ”overfiltrering” eller forkert filtrering, kan få enorme 
konsekvenser for firmaet: ”I forbindelse med drøftelser om filtreringsløsninger 
mod spam har det således været fremført, at en virksomhed ikke kan tåle at miste 
bare én kritisk e-post” (Rapport om internetudbydernes håndtering af ulovligt 
indhold og ytringsfrihed, IT- og Telestyrelsen, september 2005, s. 21).  
”Aftaler mellem internetudbyderne og fx Red Barnets hotline vil være afhængig af 
antallet af aftaler kunne begrænse adgangen for de internetbrugere, der aktivt 
opsøger ulovligt indhold på internettet. De vil dog aldrig fuldstændig kunne 
stoppe for adgangen til ulovligt indhold” (Rapport om internetudbydernes 
håndtering af ulovligt indhold og ytringsfrihed, IT- og Telestyrelsen, september 
2005, s. 4). IT- og Telestyrelsen sætter fokus på, hvordan aftalerne mellem Red 
Barnet og internetudbyderne fungerer. Der vil senere i denne rapport indgå en 
analyse af Red Barnets løsningsforslag til ulovligheder på internettet, ”sikker 
chat” og deres hotline. 
IT- og Telestyrelsen vurderer, at filtreringsløsninger på ISP-niveau bedst fungerer 
som frivillige aftaler mellem internetbruger og udbyder. ”Frivillige aftaler sikrer, 
at internetudbyderen ikke pålægges en økonomisk og administrativ belastning” 
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(Rapport om internetudbydernes håndtering af ulovligt indhold og ytringsfrihed, 
IT- og Telestyrelsen, september 2005, s. 23). 
Selvom at filtreringsløsninger på ISP-niveau er frivillige, og kan være med til at 
fjerne ulovligheder på internettet, understreger IT- og Telestyrelsen, at der bør 
være klare procedurer for, hvordan man undgår at blokere for indhold, der ikke er 
ulovligt. Derudover bør man med filtreringen tage hensyn til ytrings- og 
informationsfriheden. 
Nationalt niveau: 
IT- og Telestyrelsen kritiserer en filtreringsmodel, der vil kunne gå ind og filtrere 
den samlede internettrafik i Danmark. Det er i dag muligt for danske 
internetbrugere, at indgå aftaler med internetudbydere udenfor Danmarks grænser 
via satellitforbindelse. Ønsker man at kontrollere denne internettrafik, skal det 
kun være muligt for den danske internetbruger at indgå aftaler med 
internetudbydere godkendt af staten: ”Dette er imidlertid ikke en realistisk 
mulighed, da en sådan ordning strider imod EU-lovgiving og dansk lovgivning” 
(Rapport om internetudbydernes håndtering af ulovligt indhold og ytringsfrihed, 
IT- og Telestyrelsen, september 2005, s. 23),  konstaterer IT- og Telestyrelsen.  
Teknisk set vil en national filtreringsløsning være mulig vurderer IT- og 
Telestyrelsen. Den mest simple metode, ville være at lade den enkelte danske 
internetudbyder gennemføre filtreringen: ”Det kan her bemærkes, at en filtrering 
af denne art vil være meget omkostningstung, idet det er al internettrafik, der skal 
filtreres” (Rapport om internetudbydernes håndtering af ulovligt indhold og 
ytringsfrihed, IT- og Telestyrelsen, september 2005, s. 24). Kravene til det 
tekniske udstyr vil være enormt stort, idet brugen af internettet i Danmark er 
markant stigende. Det vurderes, at de store økonomiske og administrative 
konsekvenser vil være for voldsomme:  ”[…] det vil være overordentligt svært og 
meget kostbart at iværksætte en filtrering af den danske internettrafik” (Rapport 
om internetudbydernes håndtering af ulovligt indhold og ytringsfrihed - IT- og 
Telestyrelsen, september 2005, s. 24). 
I sidste ende vil en filtrering, af den samlede internettrafik i Danmark, kunne 
begrænse og hindre adgang til de ulovligheder der ligger tilgængeligt på 
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internettet: ”En national filtrering vil dog både begrænse internetbrugerens risiko 
for uforvarende at blive udsat for børnepornografi og samtidig hindre adgang til 
ulovligt indhold for de brugere, der aktivt vil opsøge ulovlige informationer via 
internettet” (Rapport om internetudbydernes håndtering af ulovligt indhold og 
ytringsfrihed, IT- og Telestyrelsen, september 2005, s. 24). Der er andre 
problemstillinger denne filtreringsløsning ikke løser. Der bliver ikke taget højde 
for de etiske overvejelser omkring brugernes informations- og ytringsfrihed på 
internettet, samt de store økonomiske konsekvenser der er forbundet med en 
sådan implementering. På dette grundlag vurderer IT- og Telestyrelsen, at en 
national filtreringsløsning ikke er realistisk: ”De etiske overvejelser omkring 
ytrings- og informationsfrihed vurderes dog sammen med de regulatoriske og 
økonomiske konsekvenser at klassificere en national filtreringsløsning som et 
urealistisk projekt i et samfund som det danske” (Rapport om internetudbydernes 
håndtering af ulovligt indhold og ytringsfrihed, IT- og Telestyrelsen, september 
2005, s. 24 ).   
Delkonklusion: 
I rapporten Rapport om internetudbydernes håndtering af ulovligt indhold og 
ytringsfrihed fra IT- og Telestyrelsen 2005 analyseres og redegøres der for tre 
forskellige filtreringsløsninger. Disse filtreringer skal gå ind og håndtere de 
ulovligheder, der finder sted på internettet uden at påvirke den danske borgers og 
internetbrugers informations- og ytringsfrihed. IT- og Telestyrelsen vurderer, at 
det på det givne tidspunkt (år 2005) rent teknisk ikke er muligt at udvikle en 
filtrering, der 100 procent effektivt kan lave en sortering af uønsket og ulovligt 
indhold, uden at der er en risiko for at nyttigt indhold vil blive fjernet. Så længe 
denne risiko er til stede, vurderer IT- og Telestyrelsen, at konsekvenserne af  
filtreringerne vil medføre en begrænsning af de danske borgeres informations- og 
ytringsfrihed på internettet.  
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4.2 Analyse af Red Barnets løsningsforslag til 
bekæmpelse af ulovligheder på internettet, 
”Sikker chat” og deres hotline 
 
Den danske stat arbejder allerede på en forbedring af sikkerheden ved en 
internetbrugers færden på internettet. Regeringen lavede i 2003 en Handlingsplan 
om bekæmpelse af seksuelt misbrug af børn, som en national indsats mod 
ulovligheder på internettet. I den danske regerings handlingsplan indgår Red 
Barnets hotline og ”sikker chat”, som elementer i den nationale indsats. Det vil 
sige, at Red Barnet som privat organisation indgår i regeringens nationale indsats 
gennem Handlingsplan om bekæmpelse af seksuelt misbrug af børn. Red Barnet 
har en hotline, hvor man kan anmelde børnepornografi på internettet. Dette gør de 
i samarbejde med Rigspolitiet og internetudbyderne, som fjerner 
børnepornografien fra internettet. Desuden har Red Barnet i samarbejde med Det 
Kriminalpræventive Råd lavet en informationskampagne, ”sikker chat”, til 
teenagere og begyndere på internettet. Denne kampagne skal lære brugerne, 
hvilke forholdsregler de skal tage sig for at chatte sikkert på internettet (Rapport 
om internetudbydernes håndtering af ulovligt indhold og ytringsfrihed, IT- og 
Telestyrelsen, september 2005, s. 2).   
I dette afsnit, laves en analyse af Red barnets løsningsforslag, ”sikker chat” og 
deres hotline til bekæmpelse af ulovligheder på internettet. Til at starte med 
kigges der nærmere på, hvad Red Barnet står for, og hvilken interesse de kan have 
i at lave ”Sikker chat” og deres hotline. Derefter vil vi se på Red Barnets 
argumenter for, hvorfor deres løsninger på problemet er de rigtige.  
Red Barnet er en del af Save The Children, som er verdens største uafhængige 
børnerettighedsorganisation. De arbejder på grundlag af FNs 
børnerettighedskonvention i 120 lande over hele verden. Red Barnet kæmper for 
børns rettigheder og for, at børn skal have en retfærdig behandling og en god 
barndom. Red Barnet arbejder ud fra, at børn har samme rettigheder som voksne, 
og derfor er de en organisation der taler for børnene og råber op, når deres 
rettigheder bliver overtrådt. Kernen i Red Barnets arbejde er uddannelse og 
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beskyttelse, de yder nødhjælp, bekæmper børnearbejde, fattigdom, 
børnedødelighed og seksuel misbrug. 
”Vores vision er en verden, hvor ethvert barns ret til deltagelse, overlevelse, 
udvikling og beskyttelse er realiseret. Vores mission er at sikre udsatte børn 
øjeblikkelige og varige forbedringer i deres liv samt kæmpe for positive 
forandringer i den måde, verden behandler børn på” 
(http://www.redbarnet.dk/Om-Red-Barnet.aspx?ID=84). Et af fokus områderne 
hos Red Barnet er, at børn har ret til at blive beskyttet og ikke mindst sikre, at de 
bliver det, blandt andet mod seksuel udnyttelse og mishandling. 
Seksuelle overgreb er kommet i mediernes søgelys de senere par år, hvilket er en 
vigtig faktor til bekæmpelsen af disse ulovligheder. Men Red barnet siger at: 
”[…] seksuelle overgreb er som andre typer af overgreb et sørgeligt produkt af 
menneskelige relationer, som samfundet enten kan være med til at mindske eller 
fremme” (Red Barnets rapport om Når voksne krænker – om seksuelle overgreb 
på børn og unge, 2011, s. 12). Derfor mener Red Barnet, at samfundet bør gå ind 
og reagere, når børn bliver krænket.  
 
”De digitale medier og internettet har åbnet nye muligheder for, at seksuelle 
overgreb kan finde sted” (Red Barnets rapport om Når voksne krænker – om 
seksuelle overgreb på børn og unge, 2011, s. 7). En af de ting Red Barnet hiver 
fat i er, at voksne ikke kan følge med i deres børns brug af internettet, og ved 
derfor ofte ikke, hvad de foretager sig. Desuden er der blevet større mulighed for 
at chatte på internettet, hvilket kan blive udnyttet til at misbruge børn. Til sidst er 
der også kommet webcam, som øger muligheden for børn at overvære eller agere, 
som de ikke har lyst til. Seksuelle overgreb behøves ikke nødvendigvis at 
indeholde fysisk kontakt, Red Barnet har i deres rapport Når voksne krænker – om 
seksuelle overgreb på børn og unge fra 2011, opridset nogle måder hvorpå, barnet 
kan blive udnyttet fx på internettet: 
• Vise barnet pornografisk materiale 
• Blotte sig for barnet 
• Opmuntre barnet til at overvære seksuelle handlinger 
• Fotografere/filme barnet i seksuelle stillinger 
• Belure barnet 
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• Fortælle barnet om sine seksuelle fantasier 
 
”En seksuel krænker kan bruge billeder og videoer optaget på webcam til at 
krænke yderligere ved f.eks. at offentliggøre dem på internettet eller sende dem til 
ofrets venner” (Red Barnets rapport om Når voksne krænker – om seksuelle 
overgreb på børn og unge, 2011, s. 8). Dette er ulovligt og strafbart: ”[…] men 
den nye digitale billedteknologi og de omfattende muligheder for deling på 
internettet har desværre gjort pornografi med børn til en stor og voksende 
industri” (Red Barnets rapport om Når voksne krænker – om seksuelle overgreb 
på børn og unge, 2011, s. 8). Red Barnet mener, at de nye muligheder på 
internettet og ikke mindst fildeling, er med til at forstærke udviklingen af 
børnepornografi.  
 
De har i deres førnævnte rapport fra 2011 opridset nogle forhold, der er vigtige at 
tage fat på, i forbindelse med at beskytte børn mod seksuelle overgreb. Dem der 
har størst relevans for vores analyse om ”sikker chat” og hotlinen bliver opridset 
her: 
• Bekæmpelse af tabuiseringen af overgreb  
• Udvikling og formidling af viden om overgreb 
• Bekæmpelse af den voksende udbredelse af børnepornografi på internettet 
 
Med ovenstående punkter ønsker Red Barnet at undgå, at gøre overgreb til et 
tabubelagt emne at snakke om. De ønsker at bekæmpe den tavshed, der må være 
omkring overgreb, og i stedet gøre det til en viden. Desuden ønsker de, at 
bekæmpe, at der bliver bredt børnepornografi på internettet. 
For at komme disse forhold til livs har de fundet det relevant at oprette ”sikker 
chat” og hotlinen, til at bekæmpe nogle af de ulovligheder der sker på internettet.  
Red Barnet anser, at deres hotline er et af de rigtige løsningsforslag til at 
bekæmpe ulovligheder på internettet. Eftersom der findes flere billeder og videoer 
af børn, der bliver delt på internettet, mener Red Barnet, at det er vigtig at 
anmelde og få stoppet denne form for seksuel udnyttelse af børn, da det krænker 
deres rettigheder.  
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Red Barnet bekæmper ved at samarbejde med rigspolitiet, som samarbejder med 
internetudbyderne, om at blokere de internetsider, der deler pornografiske billeder 
og videoer. ”Mange seksuelle overgreb bliver aldrig anmeldt” (Red Barnets 
rapport om Når voksne krænker – om seksuelle overgreb på børn og unge, 2011, 
s. 8), og derfor mener de, at der er brug for en hotline, der gør det lettere for den 
enkelte borger at anmelde børnepornografi. Red Barnet ønsker at bekæmpe 
ulovlighederne, og de samarbejder derfor med Rigspolitiet for, at få fjernet 
internetsiderne helt og dermed forsøge at fange personerne som krænker.  
 
Red Barnets andet løsningsforslag til at komme ulovligheder på internettet til livs 
er ”sikker chat”.  
”Forebyggelse er det bedste våben i kampen mod seksuelle overgreb.. En større 
viden og øget opmærksomhed på det tabubelagte område vil nemlig ikke kun gøre 
det nemmere at opdage seksuelle overgreb men også gøre det sværere for en 
potentiel krænker at begå overgreb” (Red Barnets rapport om Når voksne 
krænker – om seksuelle overgreb på børn og unge, 2011, s. 14). Red Barnet 
mener, at forebyggelse er den bedste måde forhindre seksuelle overgreb på børn. 
Derfor har Red Barnet med ”sikker chat” forsøgt at gøre det lettere, at indsamle 
viden på området og ikke mindst gjort det let, at få råd til hvordan man begår sig 
på internettet. Det mener de vil gøre det sværere for krænkeren, at komme ud til 
det enkelte barn og ikke mindst gøre det lettere for børn at opdage et muligt 
overgreb. Red Barnet arbejder med at forbygge og bekæmpe ulovligheder på 
internettet, ved at informere om dem og ikke mindst blokere for ulovlighederne. 
Det er den måde hvorpå Red Barnet mener, at man kan komme problemet bedst til 
livs på.   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5. DISKUSSION  
I de følgende to afsnit diskuteres holdninger for og imod filtreringsløsninger, hvor 
Red Barnet og IT-politisk forening er sat op mod hinanden med argumenter både 
for og imod. Desuden diskuteres handelsaftalen ACTA på baggrund af åben 
høring om ACTA i DR Byen, Allan Bartroff (TDC), Jesper Lund (IT-Politisk 
Forening) og Margrete Auken (politiker). 
5.1 Holdninger for og imod filtreringsløsninger 
med henblik på Red Barnet og IT-politisk 
forening  
Tidligere i rapporten er der redegjort for Red Barnets hotline og filtreringsløsninger 
fremlagt af IT- og Telestyrelsen 2005. I dette afsnit diskuteres og opstilles 
holdninger for og imod disse løsninger med særligt henblik på Red Barnets hotline 
og kritik fra IT-politisk forening. Argumenter fremlægges på baggrund af IT-
politisk forening og Red Barnet. 
IT-politisk Forening er dannet i 2002 med formål, at styrke internetbrugeres 
rettigheder og frihed inden for IT-politik. På deres hjemmeside debatterer og 
kritiserer medlemmer af foreningen forskellige situationer og problemstillinger, i 
tilfælde hvor der censureres eller filtreres på informationer på internettet 
(http://www.itpol.dk/om).  
En af problemstillingerne der er blevet kritiseret af IT-Politisk Forening, er Red 
Barnets hotline hvor private internetbrugere kan anmelde børnepornografi på 
internettet (redegørelse af Red Barnets hotline findes på s. 27-30). Der er her tale 
om en situation, hvor en forening med gode henseender ønsker at beskytte børns 
rettigheder, men samtidigt bliver kritiseret for også at krænke internetbrugeres 
informations- og ytringsfrihed: “Vi mener at det handler om ytringsfrihed og censur 
- netop fordi vi alle er enige om at misbrug af mindreårige er afskyeligt og bør 
retsforfølges. Men det er ikke det, der sker, så vidt vi kan se. Man blokerer i stedet 
mere eller mindre tilfældige og måske lovlige internetsider - og dermed er man på 
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kant med Grundlovens § 77” (http://www.itpol.dk/sager/censur/aftale) (redegørelse 
af grundlovens paragraf 77 findes på s. 22).   
IT-Politisk Forening kritiserer, at man ved Red Barnets hotline ikke kan undlade, at 
lovlige internetsider og gavnlig information bliver anmeldt og blokeret. Foreningen 
støtter op om, Red Barnets sag om at beskytte børns rettigheder, men understreger 
samtidigt, at deres måde at løse problemet på er forkert: ”Formålet fra Red Barnets 
side er at bekæmpe udbredelsen af børneporno. Det er en ædel og god sag, men 
metoden er helt forker” (http://www.itpol.dk/redbarnet).  
I artiklen ”Danmark indfører internet-censur” udgivet på Comons hjemmeside 
udtaler Kuno Sørensen fra Red Barnet sig om kritikken: ”Dette område er helt 
specielt, fordi der er en klar mulighed for at skille fårene fra bukkene. Det er meget 
let og hurtigt at afgøre, om der er tale om lovligt eller ulovligt indhold, og dermed 
finde de websider, der skal blokeres” (http://www.comon.dk/art/144541/danmark-
indfoerer-internet-censur). I modsætning til IT-Politisk Forening, mener Kuno 
Sørensen, at risikoen for at lovligt materiale og gavnlig information på internettet 
bliver blokeret er minimal.  
Derudover udtaler Kuno Sørensen: ”Red Barnet har kæmpet længe for at få 
internet-udbyderne til at indføre det nye filter, og foreningen afviser enhver tanke 
om, at det skal bruges til at blokere andet end børneporno” 
(http://www.comon.dk/art/144541/danmark-indfoerer-internet-censur). Kuno 
Sørensen understreger, at så længe det er ulovligt børnepornografi der bliver 
blokeret, ser han ikke at informations- og ytringsfriheden bliver krænket. 
Derudover forklarer han, at Red Barnet ikke ønsker at blokere for andre sites, end 
dem der indeholder børnepornografisk materiale, der krænker børns rettigheder.  
Niels Elgaard Larsen fra IT-Politisk Forening stiller spørgsmålstegn til udviklingen 
af de filtre Red Barnet præsenterer: ”Det er et stort og afgørende skridt at 
acceptere forhåndscensur. De obligatoriske filtre præsenteres stadig som et værn 
mod børneporno, men nu er der allerede et kodeks, der yderligere omfatter 
blufærdighedskrænkelse, racistiske ytringer og trusler. Hvad bliver det næste? 
Injurier, krænkelse af ophavsretten, tobaksreklamer, opfordring til 
skatteunddragelse eller opskrifter på sprængstoffer?” 
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(http://www.comon.dk/art/144541/danmark-indfoerer-internet-censur). Niels 
Elgaard Larsen sætter fokus på, hvordan udviklingen af denne form for censur vil 
forløbe sig. Hvis man allerede nu, begynder at censurere for børnepornografisk 
materiale på internettet, hvad bliver så det næste? Hvis myndigheder begynder at 
censurere og blokere ulovligt materiale eller internetsider, som de finder 
krænkende, vil dette få enorm betydning for de danske borgeres informations- og 
ytringsfrihed.  
”Når først censur er indført, er der en alvorlig risiko for, at gruppen af censurerede 
sider bliver udvidet til andre emner. Senest er Red Barnets børnepornofilter blevet 
udvidet til også at omfatte hjemmesider, der sælger musik på nettet (fx. 
allofmp3.com)” (http://www.itpol.dk/redbarnet). IT-Politisk Forening frygter, at 
censureringen i sidste ende vil resultere i et internet kun bestående af informationer, 
der understøtter myndighedernes syn på, hvad der er rigtigt, og hvad der er forkert.  
IT-Politisk Forening skriver i en artikel på deres hjemmeside, at det grundlæggende 
problem i sidste ende er, at man indfører censur, da dette strider mod vores 
lovgivning: ”I grundlovens § 77 står der, at "Censur og andre forebyggende 
forholdsregler kan ingensinde på ny indføres." Det er der en grund til: Udover at 
censur kan misbruges til at undertrykke ytringsfriheden og demokratiet, kan det 
også bruges til at skjule problemer i samfundet” (http://www.itpol.dk/redbarnet).  
 
Foreningen mener ikke, at man ved at censurere ulovligheder på internettet vil 
komme dem til livs. Derimod vælger man blot at ignorere og glemme, at 
ulovlighederne finder sted: ”Ved at besværliggøre almindelige borgeres adgang til 
sider med børneporno og lignende materiale, medvirker Red Barnet til at skjule 
problemets eksistens og dets udbredelse. De pædofile kan derimod sagtens finde ud 
af at omgå filteret” (http://www.itpol.dk/redbarnet). Censureringsmetoden 
forhindrer ikke ulovlighederne, men fejer dem i stedet under tæppet, som om intet 
var hændt. IT-Politisk Forening understreger, at fordi at børnepornografiske 
hjemmesider bliver sværere for pædofile at besøge, betyder det ikke, at de ikke 
længere eksisterer.  Samtidigt kan man spørge sig selv, hvilket samfund man i 
sidste ende har kreeret, hvis borgerne lever i troen om, at disse ulovligheder på 
ingen måde eksisterer, blot fordi de er blevet blokeret?  
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I et interview med Jesper Lund fra IT-Politisk Forening (bilag 6: 
Mailkorrespondance med Jesper Lund fra IT-Politisk Forening) kritiserer han 
filtreringsløsninger generelt, blandt andet de filtreringsløsninger IT- og 
Telestyrelsen har fremlagt i deres rapport fra 2005 Rapport om 
internetudbydernes håndtering af ulovligt indhold og ytringsfrihed (Analyse af 
IT- og Telestyrelsens filtreringsløsninger findes på s. 33-38). Nedenstående 
argumenter er inddraget med formål at understøtte ovenstående diskussion.  
 
”Rapporten fra 2005 lægger op til et "filter" svarende til det nuværende 
børnepornofilter, hvor ISP'erne "frivilligt" blokerer sider med påstået 
børnepornoindhold. Det har IT-Politisk Forening kritiseret lige fra starten” (bilag 
6: Mailkorrespondance med Jesper Lund fra IT-Politisk Forening). Jesper Lund 
tager afstand fra de filtreringsløsninger, som IT- og Telestyrelsen har fremlagt 
samt Red Barnets hotline og understreger, at han ikke ser disse filtreringer som 
løsningen på ulovligheder på internettet: ”Men jeg vil ikke kalde det 
"løsningsforslag". Det løser ingen problemer” (bilag 6: Mailkorrespondance med 
Jesper Lund fra IT-Politisk Forening). 
I modsætning til Red Barnet mener Jesper Lund ikke, at filtrering og 
internetcensur vil fjerne ulovligheder på internettet: ”Internetcensur er 
virkningsløs: dem som vil omgå den, kan nemt gøre det (det tog mig 30 sekunder 
at skifte DNS resolver til de servere som censurfridns.dk driver, og så er jeg ikke 
længere berørt af den danske internetcensur!)” (bilag 6: Mailkorrespondance med 
Jesper Lund fra IT-Politisk Forening). Jesper Lund mener derfor ikke, at Red 
Barnets filtrering er med til at mindske mængden af ulovligheder på internettet. 
Generelt sætter Jesper Lund spørgsmålstegn til, hvorfor man overhovedet er 
startet på at censurere og filtrere ulovligheder på internettet, når man ikke udfører 
dette på andre områder i vores samfund: ”Der er ingen som taler om at censurere 
indholdet af den post som PostDanmark leverer til os, altså åbne alle breve og 
undlade at levere nogle fordi indholdet er "uønsket". Hvorfor skal internettet så 
censureres?” (bilag 6: Mailkorrespondance med Jesper Lund fra IT-Politisk 
Forening). 
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En anden problemstilling Jesper Lund sætter fokus på, er isolerede og censurerede 
lande som Kina og Syrien: ”Lande som Kina og Syrien vil juble når vi i Danmark 
og Europa censurerer internettet. Det gør de selv i stor stil, og når vi også gør 
det, kan vi vanskeligt kritisere Kina og Syrien for det samme.” (bilag 6: 
Mailkorrespondance med Jesper Lund fra IT-Politisk Forening). Han frygter, at 
censureringen og filtreringen i sidste ende kan blive så omfattende, at Danmark 
bliver et ligeså isoleret land som Kina og Syrien er.  
Til sidst i vores interview med Jesper Lund spurgte vi ind til, om han overhovedet 
mener, at der findes en konkret løsning, der kan fjerne ulovligheder på internettet 
uden at påvirke de danske internetbrugeres informations- og ytringsfrihed: ”Nej. 
Internettet er et spejl af samfundet. Hvis der begås kriminalitet i samfundet, vil 
der være ulovligheder på internettet. Det kan ikke være anderledes, og det kan 
man ikke løse ved forhåndscensur” (bilag 6: Mailkorrespondance med Jesper 
Lund fra IT-Politisk Forening).   
 
Delkonklusion: 
I ovenstående diskussion er det blevet tydeliggjort, hvilke holdninger der findes 
for og imod filtrering og censurering af ulovligheder på internettet. På den ene 
side står Red Barnet med et ønske om og fokus på, at fjerne børnepornografi på 
internettet. På den anden side står IT-Politisk Forening der støtter op om, at 
børnepornografi skal bekæmpes, mens de samtidigt fokuserer på, at borgernes 
informations- og ytringsfrihed ikke må krænkes. Red Barnet ser filtreringen som 
løsningen på problemstillingen, hvor IT-Politisk Forening kritiserer filtreringen 
for blot at feje ulovlighederne under tæppet uden at bekæmpe dem. Derudover 
understreger IT-Politisk Forening at blot fordi ulovlighederne censureres betyder 
det ikke, at de ikke længere findes. Mens Red Barnet mener, at de har fundet 
løsningen på deres problemstilling, mener medlemmer af IT-Politisk Forening at 
en sådan løsning er ikkeeksisterende. Jesper Lund fra IT-Politisk Forening sætter 
spørgsmålstegn til, hvorvidt danskerne ønsker at leve i et isoleret og censureret 
samfund som blandt andet Syrien og Kina er eksempler på. Denne problemstilling 
ser vi nærmere på i perspektiveringen.  
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5.2 Holdninger for og imod handelsaftalen ACTA  
Tidligere i rapporten redegøres der for, hvad handelsaftalen ACTA indebærer 
(teoriafsnit: Handelsaftalen ACTA s. 30-32). I dette afsnit opstilles og diskuteres 
holdninger for og imod ACTA. I diskussionen vil der blive lagt vægt på de mest 
kritiske problemstillinger. Herudover vil der blive inddraget argumenter fra Åben 
høring om ACTA i DR Byen, interview med Allan Bartroff fra TDC, interview 
med Jesper Lund fra IT-Politisk Forening, samt interview med politiker Margrete 
Auken. Som nævnt i redegørelsen har debatten om ACTA længe stået på, og har 
delt vande blandt politikere, foreninger og internetbrugere. Der er blevet opstillet 
mange problemstillinger om handelsaftalen ACTA, samt diskuteret hvilke 
konsekvenser handelsaftalen kan medføre. 
Er ACTA en nødvendig aftale?  
En af de problemstillinger der er blevet kritiseret er, om hvorvidt ACTA, er en 
nødvendig aftale. Der er mange holdninger for, at ACTA er en nødvendig aftale. 
En af dem kommer fra lederen af Rettighedsalliancen Maria Fredenslund der ved 
Åben Høring om ACTA udtalte: ”ACTA handler om at sikre denne frihed. Det 
handler om, at film også kan beskyttes i udlandet. ACTA sikrer, at man også kan 
sikre dette i andre lande fx. Kina. Dette skal beskytte kunsternes og landets værk” 
(bilag 3: Åben høring om ACTA). Maria Fredenslund understreger, at aftalen er 
relevant, idet det er på tide, at kunstnernes produkter beskyttes online.  
Socialdemokraten Trine Brahmsen deler samme synspunkt som Maria 
Fredenslund. Hun mener ligeledes, at ACTA er en nødvendighed for Danmark, 
idet aftalen skal sikre vores produkter og vores arbejdspladser. Trine Brahmsen 
understreger, at ACTA vil blive en beskytter for vores arbejdspladser, og vil være 
med til at minimere arbejdsløsheden i Danmark: ”2005-2010 viser EU’s 
toldmyndigheder, at kopiering af varer er steget med det tre dobbelt. To cifret 
milliard beløb tager job muligheder fra Danmark. Danske produkter skal 
beskyttes! Derfor er ACTA blevet til” (bilag 3: Åben høring om ACTA). 
Dansk industri anser også, ACTA som værende en nødvendig aftale, Danmark bør 
indgå: ”ACTA bringer håndhævelsen op på det niveau vi har i Danmark og andre 
lande” (bilag 3: Åben høring om ACTA). Dansk Industri mener, at ACTA er den 
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rigtige løsning for at komme ulovligheder til livs, da den håndhæver den kvalitet 
og innovation, vi har i Danmark. 
Klaus Kvonning fra Dansk IT Forening, forholder sig kritisk overfor Maria 
Fredenslund og Trine Brahmsen udtalelser. Han understreger, at han støtter idéen 
om at beskytte rettighederne, men mener ikke, at ACTA er den rigtige løsning: 
”Det er ikke en diskussion om for og imod rettigheder… rettigheden skal 
beskyttes. Men er i tvivl om ACTA er MÅDEN at gøre det på” (bilag 3: Åben 
høring om ACTA). 
Klaus Kvonning frygter, at ACTA i sidste ende vil komme til at krænke 
internetbrugeres rettigheder. Derudover kritiserer han, at handelsaftalen i første 
periode var en lukket proces: ”Der er tale om en lukket proces frem til at ACTA 
blev underskrevet – uklarhed om rækkevidden af de bestemmelser der er i ACTA, 
hvilket er højest kritisabelt” (bilag 3: Åben høring om ACTA.) 
Handelsaftalens udformning: 
Morten Messerschmidt fra Dansk Folkeparti er, som Klaus Kvonning, skeptisk 
overfor handelsaftalen: ”Problemet med ACTA aftalen er, at aftalen 
kompromitterer nogle af de grundlæggende principper vores verden bygger på: 
Klarhed på rettigheder. Traktatteksten er meget uklar” (bilag 3: Åben høring om 
ACTA). Morten Messerschmidt kritiserer aftalen for at være for uklar, og mener 
ikke, at man endnu kan underskrive aftalen før klare retningslinjer er blevet 
fremlagt. Derudover mener han, at der er mangel på uddybelse af rettigheder: 
”Rettigheder skal beskyttes, man skal have klar definition om, hvad rettigheder 
er!” (bilag 3: Åben høring om ACTA). 
Lige kritisk er Margrete Auken: ”[…] Grundlæggende rettigheder eller 
menneskerettigheder er til gengæld ikke nævnt en eneste gang (i traktaten) - men 
er omskrevet til at være "grundlæggende principper" (bilag 6.6: 
Mailkorrespondance med Margrete Auken og hendes assistent Helle Aagaard.) 
Ligesom Morten Messerschmidt, mener Margrete Auken at der i aftalen mangler 
en konkret forklaring og inddragelse af menneskerettighederne.  
Margrete Auken mener, at ACTAs lovtekst ikke indretter sig efter de juridiske 
krav der ellers ville have været: ”[…] hvilket rent juridisk ikke er det samme og 
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ikke kræver samme beskyttelse (bilag 6.6: Mailkorrespondance med Margrete 
Auken og hendes assistent Helle Aagaard). Hun kritiserer, at menneskerettigheder 
er omskrevet til grundlæggende principper, da disse begreber har ikke samme 
betydning. 
Informations- og ytringsfrihed: 
Derudover udtaler Margrete Auken: ”Ytringsfrihed er en grundlæggende 
menneskeret, der ikke kun beskytter retten til at ytre sig, men at man også retten 
til at modtage og dele information” (bilag 6.6: Mailkorrespondance med 
Margrete Auken og hendes assistent Helle Aagaard). Margrete Auken 
understreger, at ACTA vil påvirke vores ytringsfrihed i den digitale verden.  
Margrete Auken mener, at når handelsaftalen medfører at hjemmesider med 
ulovligt indhold bliver blokeret uden om domstolene, kan dette medføre til, at de 
danske borgeres ytringsfrihed vil komme under pres: ”Når hjemmesider lukkes 
ned/blokeres uden en domskendelse kommer ytringsfriheden -her forstået som 
retten til at modtage og dele information - kommer under pres” (bilag 6.6: 
Mailkorrespondance med Margrete Auken og hendes assistent Helle Aagaard). 
Dertil udtaler Morten Messerschmidt: ”ACTA krænker en ytringsrettighed” (bilag 
3: Åben høring om ACTA). Morten Messerschmidt er enig med Margrete Auken 
og frygter, at handelsaftalens manglende beskrivelse af menneskerettighederne vil 
få negativ betydning for borgernes informations- og ytringsfrihed.  
Niels Elgaard Larsen fra IT-Politisk Forening er ligeledes tilhænger af denne 
kritik: ”Selvfølgelig vil ACTA have påvirkning på den måde vi benytter internettet, 
selvfølgelig vil det give mindre frihed på nettet” (bilag 3: Åben høring om ACTA). 
Internetudbydere som politimænd: 
Derudover udtaler Niels Elgaard Larsen, at ACTA tildeler internetudbyderen mere 
ansvar, og rollen som politimand på internettet, hvilket de ikke er interesseret i 
udtaler han: ”Internetudbydere ønsker ikke at lege politi og snage i folks 
privatkommunikation. Folk mener, de bliver pålagt ansvar. Regeringen vil 
pålægge private aktører mere ansvar… Man kan ikke pålægge internetudbydere 
at filtrere” (bilag 3: Åben høring om ACTA).  
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I vores interview med Margrete Auken giver hun udtryk for, at hun også deler 
denne bekymring: ”ACTA forpligter de stater der skriver under og ratificerer 
aftalen til at lade private virksomheder (fx internetudbydere) stå for at håndhæve 
aftalens bestemmelser” (bilag 6.6: Mailkorrespondance med Margrete Auken og 
hendes assistent Helle Aagaard). Margrete Auken mener, at internetudbyderen får 
til ansvar at forebygge ulovligheder på internettet, samtidig skal de vurdere, hvad 
der er lovligt og ulovligt på internettet. ACTA giver mulighed for, at 
internetudbyderen kan blokere hjemmesider, som rettighedsholderen har udset til 
at være ulovlig.   
I vores interview med Allan Bartroff fra TDC understreger han, at de som 
internetudbyder ikke vil pålægge sig det ansvar: ”[…] første udkast til ACTA 
aftalen var lagt op til at internetudbyderen skulle få en større rolle, end vi har i 
dag… Nej det er ikke den rolle nogen internetudbyder ønsker at få” (bilag 5: 
Telefoniskinterview med Allan Bartroff fra TDC). I interviewet afviser Allan 
Bartroff de bekymringer som Margrete Auken og Niels Elgaard Larsen har 
omkring ACTA: ”Det som ACTA i dag pålægger dem der skriver under på ACTA 
traktaten, er ikke noget der ændre på det vi i dag gør i EU… vi ser ikke den store 
værdi i ACTA traktaten, men vi er heller ikke bekymrede for at den lige pludselig 
pålægger os noget som vi ikke vil blive pålagt alligevel” (bilag 5: 
Telefoniskinterview med Allan Bartroff fra TDC). Allan Bartroff mener ikke, at 
ACTA vil ændre på noget i vores brug af internettet, og han er heller ikke 
bekymret over, om der vil blive pålagt internetudbyderne et større ansvar. 
Ved den Åbne høring om ACTA i DR Byen, blev der spurgt om, hvordan 
forbrugeren har mulighed for at handle lovligt på nettet, hvortil Trine Bramhsen 
udtaler: ”Vi har et problem; der er nogle, der ikke kan finde ud af, hvad der er dit, 
og hvad der er mit... man skal uddanne unge i, hvordan man benytter nettet, og 
hvad der er dit og mit. Internetudbyderne har et ansvar for at forklare hvad der er 
ok, hvad der ikke er” (bilag 3: Åben høring om ACTA). Trine Brahmsen mener, i 
modsætning til de ovenstående, at det er internetudbyderens ansvar at oplyse 
forbrugeren om, hvornår de handler lovligt og ulovligt på internettet.  
Det danske retssystem og lovgivning: 
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I vores interview med Margrete Auken ser hun det som et problem, at der vil ske 
et skred i retssystemet og samfundet. Margrete Auken udtaler: ”Det er et 
problem, fordi ACTA dermed går imod fundamentet i et retssamfund (at man kan 
få sig sag vurderet af en uafhængig 3. part hvis man anklages for noget) ved at 
sætte domstolene ud på et sidespor” (bilag 6.6: Mailkorrespondance med 
Margrete Auken og hendes assistent Helle Aagaard). 
Niels Elgaard Larsen mener også, at det vil påvirke vores retssystem, han udtaler: 
”Det er galt vi eliminer domstolen i denne sag, domstolen vil blive en jungle af 
private aktører, aktører kan komme i store vanskeligheder, selvom de vinder en 
retssag bliver det for dyrt” (bilag 3: Åben høring om ACTA). Dette er Morten 
Messerschimdt enig i: ”[…] Man beder internetudbydere om at lege politifolk, 
hvilket vender de grundlæggende retsprincipper” (bilag 3: Åben høring om 
ACTA). 
Pia Olsen Dyhr modsiger de ovenstående udtalelser: ”Skal man have udleveret 
fortroligt information om personer, skal man igennem domstolen. Ansvaret er den 
enkeltes… hvis du laver noget ulovligt, skal man via domstolssystemet” (bilag 3: 
Åben høring om ACTA). Pia Olsen Dyhr mener derved ikke, at man med ACTA 
vil eliminere den danske domstol.  
Om hvorvidt ACTA vil medføre store ændringer i den danske lovgivning, mener 
Pia Olsen Dyhr: ”Der gennemføres ikke ændring i lovgivning på grund af ACTA, 
man kan spørge om lovgivning, der i dag? Dansk lovgivning er ikke den samme 
diskussion som ACTA. Det er to forskellige ting... ACTA sætter en stopper for 
dansk lovgivning, hvis man som nation ville tillade kopiering og deling af musik 
og lignende på nettet” (bilag 3: Åben høring om ACTA). Derimod mener Morten 
Messerschmidt, at ACTA vil gøre det sværere for Danmark at ændre en lov, eller 
en lovgivning: ”Love kan laves om med et fingerknips, men denne gang kan man 
ikke, så snart ACTA bliver indført (bilag 3: Åben høring om ACTA). 
 
Kopimedicin: 
Morten Nielsen fra Afrika Kontakt udtaler: ”Aftalen giver rettighedsholderen 
mulighed for at stoppe billig kopi medicin. Mange fattige lande er afhængige at 
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købe billig kopimedicin” (bilag 3: Åben høring om ACTA). Pia Olsen Dyhr mener 
derimod ikke, at det vil blive et problem for udviklingslandene: ”Man må ikke 
kopiere medicin… I et land som Indien kan man kopiere produkter, som de kan 
sælge videre dette ændrer ACTA ikke ved. ACTA ændrer ikke TRIPS aftalen. 
TRIPS er blevet accepteret, ikke alt medicin må kopieres, men livsvigtig medicin 
må” (bilag 3: Åben høring om ACTA). 
Margrete Auken har en meget kritisk holdning til aftalen TRIPS og den 
manglende inddragelse af WTO ved forhandlingerne: ”TRIPS (Trade related 
aspects of Intellectual Property Rights) giver mulighed for - herunder blandt 
andet muligheden for at producerer en billig kopiudgave af for eksempel Novo 
nordisks insulin-medicin uden at Novo Nordisk kan lægge sag an mod dem. Novos 
medicin er simpelthen ikke givet ophavsretlig beskyttelse i Indien og 
kopimedicinen er derfor ikke ulovlig” (bilag 6.6: Mailkorrespondance med 
Margrete Auken og hendes assistent Helle Aagaard). Hun mener, at hvis ACTA 
bliver vedtaget, vil det på længere sigt have konsekvenser for udviklingslandene. 
Ifølge Margrete Auken vil disse lande i sidste ende være tvunget til at underskrive 
denne aftale: “Dermed vil USA eller EU, hvis ACTA vedtages, kunne presse 
udviklingslande i bilaterale gunstige handelsaftaler til at underskrive ACTA - 
groft sagt tryne dem til at makke ret. Der er det klare mål at udbrede ACTA til 
netop disse lande for aftalen er jo ikke meget værd, hvis ikke vi får de lande, hvor 
masser af piratkopiering foregår med ombord (Kina står fx for over 70 % af 
verdens ulovlige kopiering, men er ikke med i ACTA)” (bilag 6.6: 
Mailkorrespondance med Margrete Auken og hendes assistent Helle Aagaard). 
Delkonklusion:  
I den ovenstående diskussion er det klargjort, hvilke problemstillinger og 
holdninger der er for og imod indførelsen af handelsaftalen ACTA. Der diskuteres 
både, hvorvidt ACTA går ind og påvirker lovgivningen, hvorvidt borgernes 
rettigheder kan siges at blive krænket, samt hvorvidt mulighederne for 
kopimedicin bliver frataget, og hvem der skal være beslutningstager. Indtil videre 
fortsætter diskussionerne, og det er svært at finde frem til en fælles løsning, før 
handelsaftalen er færdigudarbejdet med klare retningslinjer omhandlende de 
problemstillinger, der er blevet taget op. Overordnet kan man dele holdningerne i 
 Side 54 af 121  
to grene: Den ene gren bestående af de der lægger stor vægt på internetbrugeres 
informations- og ytringsfrihed, og den anden gren der fokuserer på beskyttelse af 
ophavsrettigheder. Om det er muligt at finde en løsning der løser begge 
problemstillinger er endnu uvist, og kun tiden kan vise, hvordan udformningen af 
handelsaftalen ACTA i sidste ende vil være.   
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6. KONKLUSION 
 
På baggrund af vores interesse for internetcensur og spørgsmålet om, hvordan 
man håndterer ulovligheder på internettet uden at krænke menneskerettighederne, 
opstillede vi følgende problemformulering:  
Hvordan forsøger myndigheder gennem filtreringsløsninger bedst muligt at 
håndtere ulovligheder samt uønsket indhold på internettet, samtidig med at 
opretholde de danske borgeres informations- og ytringsfrihed? Og hvilke 
argumenter og kritik er der for og imod indførelsen af ACTA i Danmark med 
henblik på ytringsfrihed?  
For at få besvaret vores problemformulering, har vi gennem vores projekt udvalgt 
forskellige cases, som har givet forskellige bud på løsninger, til at håndtere 
ulovligheder samt uønsket indhold på internettet.  
Med vores redegørelser fik vi overblik over internettets store indflydelse på vores 
samfundsstruktur, samt hvilke rettigheder de danske internetbrugere har. Vi fik 
her konkluderet, at den danske ytringsfrihed har sine grænser. De danske 
internetbrugere har ret til at udtale sig, om hvad de vil, og ikke mindst ret til de 
informationer de vil, så længe det ikke betegnes som ulovligheder. Derudover 
blev IT- og Telestyrelsens filtreringsløsninger, Red Barnets Hotline og ACTA 
præsenteret, hvorefter disse initiativer kunne analyseres og diskuteres. I vores 
analyse blev det klargjort at IT- og Telestyrelsen i deres rapport fra 2005 vurderer, 
at det på dette tidspunkt ikke var muligt at udarbejde et system, der kan opfylde 
kravet om at fjerne ulovligt materiale på internettet uden at krænke 
internetbrugernes rettigheder. Analysen af Red Barnets hotline og ”sikker chat” 
viser formålet med deres filtreringsløsning. De mener, at filtrering og anmeldelse 
af børnepornografi er den bedst mulige løsning.  
I vores diskussion blev holdninger for og imod filtreringsløsninger, Red Barnets 
hotline og ACTA diskuteret. Det blev her tydeligt, at der overordnet findes to 
grene, den ene gren sætter fokus på opretholdelse af ytringsfrihed og den anden 
gren sætter fokus på bekæmpelse af ulovligheder.  
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Med vores redegørelse, analyse og diskussion kan vi alt i alt konkludere at det 
endnu ikke har været muligt at udarbejde en løsning til bekæmpelse af 
ulovligheder på internettet, samt opretholdelse af de danske borgeres 
ytringsfrihed. På baggrund af flere forskellige forslag til filtrering, er der ikke ét 
løsningsforslag som kan filtrere uden at sortere muligt ønsket indhold fra. 
Myndighederne har forsøgt at udarbejde løsninger som på bedst muligvis kan 
opretholde borgernes rettigheder, blandt andet Red Barnets hotline, hvor der kan 
anmeldes og blokeres for internetsider med børnepornografisk indhold. Derudover 
arbejdes der på flere andre løsningsforslag, sidst blev ACTA fremlagt. ACTA 
kritiseres på mange punkter, blandt andet for at krænke rettighederne. Om det 
overhovedet er muligt at udarbejde en form for filtrering som ikke krænker, er 
svært at forstille sig.  
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7. PERSPEKTIVERING 
 
I rapporten har fokus været rettet mod, hvordan internetcensur i sidste ende kan 
udvikle sig og påvirke de danske internetbrugernes informations- og ytringsfrihed. 
I en perspektivering er det derfor interessant at perspektivere til nogle af de lande, 
hvor internetcensuren allerede har udbredt sig markant og har haft betydelig 
indflydelse på landets internetbrugere. 
I år 2011 har organisationen Journalister uden Grænser i rapporten: Enemies of 
the Internet vurderet, at omkring 60 lande benytter sig af internetcensur. Samtidigt 
har cirka en tredjedel af alle internetbrugere kun adgang til en censureret udgave 
af internettet (http://m.b.dk/article.pml?guid=12914574). I rapporten refereres der 
til lande som blandt andet Cuba, Iran, Syrien, Vietnam, Kina og Nordkorea, der 
vurderes til at være Enemies of the Internet grundet deres fremtrædende 
internetcensur (http://m.b.dk/article.pml?guid=12914574). 
I Kina er mange populære hjemmesider blokeret, heriblandt Facebook, Twitter og 
Youtube. Denne internetcensur er oprettet af den kinesiske præsident for post og 
teleuniversitet Fang Binxing for at: ”[…] ”beskytte” borgerne mod upassende 
indhold på nettet” (http://www.comon.dk/art/131563/her-er-manden-bag-den-
kinesiske-internet-censur). I Kina bliver nationalt niveau benyttet og de kinesiske 
hjemmesider bliver filtreret gennem regeringens firewall, der går ind og blokerer 
hjemmesider der indeholder bestemte nøgleord. På den måde, har de kinesiske 
myndigheder mulighed for at overvåge og kontrollere de kinesiske 
internetbrugeres online færden. Fang Binxing har om internetcensuren udtalt: ”En 
bilist skal overholde færdselsreglerne, og borgerne skal selvfølgelig også 
overholde de gældende regler” (http://www.comon.dk/art/131563/her-er-manden-
bag-den-kinesiske-internet-censur). Derudover har han understreget, at 
internetfiltrering er et almindeligt fænomen, og mange andre lande har ligeledes 
taget teknikken i brug.  Fang Binxings internetcensur har været under stor kritik, 
og han er flere gange blevet kritiseret for at krænke kinesernes informations- og 
ytringsfrihed. Samtidigt er filtreringen bliver kritiseret for at være uoverskuelig, 
idet det er umuligt at skaffe sig et overblik over, hvad og hvor meget der bliver 
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censureret på det kinesiske internet (http://www.comon.dk/art/131563/her-er-
manden-bag-den-kinesiske-internet-censur). 
Nordkorea er ligeledes et af de lande der i rapporten Enemies of the Internet er 
blevet rangeret, som værende et af de mest censurerede lande 
(http://www.kristeligt-dagblad.dk/artikel/417320:Udland--Nordkorea---et-land-
med-censur). Den kommunistiske Kim Jong-ill sad på magten over, hvilke medier 
der må ytre sig til folket. Han tillader på ingen måde andre medier at ytre sig, 
udover de der er talerør for den nordkoreanske stat.  Nordkorea uddanner ingen 
journalister, i stedet uddannes man til at kunne videregive statens budskaber 
(http://www.kristeligt-dagblad.dk/artikel/417320:Udland--Nordkorea---et-land-
med-censur). 
Sammenligner man disse former for filtrering på internettet med den situation vi 
har i Danmark, er den kinesiske og nordkoreanske censur enorm omfattende. I 
rapporten Enemies of the Internet har Danmark fået tildelt 2,5 strafpoint for 
censur, hvorimod lande som Nordkorea har modtaget 104,75 point 
(http://www.kristeligt-dagblad.dk/artikel/417320:Udland--Nordkorea---et-land-
med-censur). På trods af at det danske internet er langt fra ligeså censureret som 
fx Kina og Nordkorea, er der en samfundsmæssig udvikling i gang der langsomt 
fremlægger internetcensur som en mulig løsning på at komme ulovligheder på 
internettet til livs. Mange lande, samt Danmark blokerer hjemmesider med 
børnepornografisk indhold (fx tidligere nævnt Red Barnets hotline). Denne form 
for filtrering er under udvikling og mange frygter, at vi i sidste ende, vil ende med 
et ligeså kontrolleret og censureret internet, som Kina og Nordkorea er underlagt.  
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9. BILAG  
Bilag 1: DEMONSTRATION STOP ACTA  
 
Forberedelse inden Demonstration imod ACTA - for et frit internet 
Lørdag d. 25. februar. Kl. 15 fra Israels Plads. 
Hvorfor: 
• Mod ACTA 
• For et frit internet 
• Stop angrebene på internettet 
• Politisk grundlag: vi går på gaden imod ACTA – i forsvar for det frie internet  
Demonstration: Stop ACTA – For et frit internet: er en offentlig begivenhed, 
som er posted på Facebook, hvor 11.665 personer har meldt ud, at de deltager i 
demonstrationen.  
Demonstrationsruten: Israels Plads – Linnésgade – Frederiksborggade – Nørre 
Farimagsgade – Gothersgade – Chr. d. Ixs Gade – Gl. Mønt – Kresten 
Bernikovsgade – Bremerholm – Holmens Kanal til Christiansborg Slotsplads. 
Program for demonstrationen:  
Israels plads 
14:30 Slå ACTA af tønden 
15:00 Demo start 
15:15 Tale – Henrik Chuli (Bit Bureauet) 
15:30 Live musik – ” La Belle indifference” 
15:45 Afgang mod Christiansborgs Slotsplads 
16:40 Ankomst ved Christiansborg 
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16:45 Standup – ”Niels Forsberg” 
16:50 Taler – PROSA/IT-Politisk Forening 
17:30 Live musik –” Crystal Meth Busters” 
18:00 Afslutning 
Interviewspørgsmål til demonstranterne:  
• Hvad ved du om ACTA‐aftalen? 
• Er det din første demonstration? 
• Hvor meget går du op i denne demonstration? 
• Hvis ACTA blev indført, hvad tror du så der ville ske i fremtiden (ville du  så  føle  at  du  blev  overvåget  eller  miste  din  ytringsfrihed  på internettet)? 
• Hvad  er  det  på  internettet  som  du  er  mest  bange  for  at  få  fjernet, blogger, kopivare, Facebook osv..? 
• Ville  du  blive  påvirket  hvis  der  var  internetsider  du  ikke  kunne komme  ind  på?  Hvilken  forskel  ville  det  have  på  dig,  som privatperson?   
Observationer på Israels plads:  
Typer: Blandede typer mennesker, en del anarkister, hipsters 
Alder: sen teenager og derop efter 
Køn: mange mænd 
Generelt en fredelig demonstration, mange udnyttede demonstrationen som en 
social komsammen, en følelse af at danskerne står sammen, det er egentlig 
ikke kun ACTA som er problemstillingen, men derimod vores friheden og 
demokrati.  
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Interviews:  
Køn: Mand 
Alder: 24 
Holdning til ACTA og demonstrationen: Har egentligt ikke sat sig ind i 
ACTA, men vidste at demonstrationen var omkring fri internet og det ville 
han gerne bakke op om. Hvis ACTA blev indført ville det minimere hans tiltro 
til nettet og dermed vil han slette alle hans personlige oplysninger fra 
internettet. 
Køn: Mand 
Alder: 45 
Holdning til ACTA og demonstrationen 
Går op i både ACTA og demonstrationen med liv og sjæl.  
Han ved alt om ACTA  dog er hans mål egentlig ikke decideret at skabe debat 
om ACTA, eftersom ACTA bare er et trin på trappen. Denne demonstrationen 
er bare en brik, han ønsker at få eliten ned med nakken, da han er imod det 
politiske system. Han griber enhver mulighed for at demonstrer imod den 
danske regering. Han har en mistanke om at regeringen vil slavegøre os, han 
er mod parlamentarismen. Han mener det er de unge der skal bygge vores 
fremtid op. Politikerne har brug for os, vi har ikke brug for dem, de er til for 
os. FRI PLANET, FRIE MENNESKER.  
Køn: Mand (familiefar) 
Alder: 38 
Holdning til ACTA og demonstrationen:  
Han er til demonstrationen for at vise at det er en dårlig traktat. Den 
manglende omtale omkring ACTA og den hemmelighedsfulde måde 
politikerne har grebet det an på, er simpelthen ikke ok. Det er demokratisk 
ukorrekt. ACTA vil genere internettet, men internettets flow vil aldrig 
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bremses. Hvis ACTA blev indført ville det beskytte rettighedsindehaverne 
men ikke borgerne.  
 
Lidt billeder fra demonstrationen STOP ACTA:  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bILAG 2: tilmelding til åben høring om acta 
 ishop@information.dk 
 
Dato: Mandag d. 13. februar 2012: 
Hej rette vedkommende 
 
Jeg vil gerne reservere 4 pladser. 
 
De bedste hilsner 
 
Michelle Daring 
 
Dato: Tirsdag d. 21. februar 2012: 
Hej  
 
Du er hermed tilmeldt høring om ACTA tirsdag d. 27. februar kl. 
17.00-18.30. På grund af den overvældende interesse for debatten om ACTA, har 
vi 
flyttet arrangementet til DR-Byen, hvor der vil være plads til 225.  Investerings- 
og handelsminister Pia Olsen Dyhr har meldt sin ankomst og vil sammen med 
Trine Bramsen og Morten Messerschmidt udgøre det politiske panel, der skal 
debattere og modtage høringssvarene.  
 
Arrangementet indledes med korte præsentationer og debat af høringssvar 
fra Afrika Kontakt, Dansk IT, Dansk IT-politisk Forening og Rettighedsalliancen. 
Herefter åbner vi op for 45 minutters debat med salen. Når du ankommer, skal du 
henvende dig i receptionen i DR Byen – Emils Holms Kanal 20 - 0999 
København C. De er i besiddelse af en gæsteliste, 
og du vil derfor ikke modtage billetter. Fra receptionen skal du blot følge skiltene 
til ACTA-arrangementet.  
 
Hvis du er forhindret i at komme, vil vi meget gerne vide det, da der er 
rift om pladserne.  
 
Vi glæder os til at se dig.  
 
Mvh. Information/iShop 
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Dato: Tirsdag d. 21. Februar 2012: 
NB! ACTA høring er MANDAG d. 27. februar 
…og ikke tirsdag, som der stod i forrige mail.  
Vi beklager misforståelsen! 
 
Bilag 3: ÅBEN HØRING OM ACTA 
 
Høring om ACTA‐aftalen mandag d. 27 februar 2012 
arr.: DR p1’s HARDDISKEN og Dagbladet Information 
Henrik ”Føns” ordstyrer. Generaldirektørens plads i Danmarks Radio. Acta DK 
twitter, streamet på video, live blogging, spørgsmål kan stilles  til Henrik Moltke 
online,  
 
Panel: Morten Messerschmidt medlem af europarlamentet DF (MM), Pia Olsen 
Dyhr handelsminister SF (PO), Trine Bram socialdemokratisk it-ordfører (TB). 
  Dagbladet information: ACTA lyder som noget man ikke vil have,  vi indkalder 
til høring fordi:  
1 svaret fra ministeren om, at ACTA ikke ændrer på den danske lovgivning, 
2 diskussioner om internettet kommer ofte op i det røde felt 
3 samtalen om ACTA har været meget ophidset 
4 tilhængere har sagt at dette betyder ikke noget som helst 
5 modstandere påstår at det krænker det frie internet.  
 
Vi har inviteret tilhængere og modstandere i dag 
 Niels Elgaard Larsen IT politisk forening  
Forening med frivillige 100, it folk, journalister.  
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Trine Bram: udtaler, at de gerne vil have strammere lovgivning og forskel på dit 
og mit. Alle bør tage ansvar! 
 
Niels Elgaard: internetudbydere ønsker ikke at lege politi og snage i folks 
privatkommunikation. Folk mener, de bliver pålagt ansvar. Regeringen vil 
pålægge private aktører mere ansvar. Det er galt i det vi eliminerer domstolen i 
denne sag, domstolen vil blive en jungle af private aktører, aktører kan komme i 
store vanskeligheder, selvom de vinder en retssag bliver der for dyrt.  
Youtube anklager privat person for at bruge en komposition der var beskyttet. 
Fulgesang i baggrunden, reklame indtægter på hans side bliver givet væk.  
Man kan ikke pålægge internetudbydere at filtrere. Hvis DK skal overholde 
ACTA skal man udvikle en form for følge tvang. 
Selvfølgelig vil ACTA have påvirkning på den måde vi benytter internettet, 
selvfølgelig vil det give mindre frihed på nettet 
 
Maria Fredenslund rettighedsalliancen 
Rettighedsalliancen: Sammenslutning af film-, musikbranche m.m.. 
Repræsenterer dem der laver en masse produkter som film og musik. 
Modsat synspunkt af Niels Elgaard Larsen 
 
Mange glade kunder er glade for musik og film. Problemet er, at kunstnerne er 
ramt af deres egen succes. De kan ikke tjene penge, da folk ikke betaler for 
kunstnernes produkter. Det koster ca. 17 mio. at producere dansk spillefilm, 
pengene skal komme et sted fra. Filmproducenter påvirkes af gratismarkedet på 
nettet. Der tales meget om internetfrihed og frihed på nettet, frihed handler også 
om kunstneres frihed. Kunstnere kan vælge at kræve betaling for musik eller 
lignende eller ej. Kunstnerens ret og kunstnerens frihed! 
ACTA handler om at sikre denne frihed. Det handler om, at film også kan 
beskyttes i udlandet. ACTA sikrer, at man også kan sikre dette i andre lande fx 
Kina. Dette/ACTA skal beskytte kunstnerens og landets vækst 
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ACTA = Beskyttelsen af produkterne skal beskytte brugen af produkterne, 
beskyttelsen skal følge med internettets udvikling 
 
Klaus Kvonning Hansen Dansk IT 
Forening der er mere end 50 år gammel, organiserer alle personer der interesserer 
sig for IT, IT er til gavn for borgere og samfund. Det er ikke diskussion for og 
imod rettighed. Klaus Kvonning er overbevist om, at rettigheden skal beskyttes. 
Men er i tvivl om ACTA er MÅDEN at gøre det på.  
Der er tale om en lukket proces frem til at ACTA blev underskrevet 
- uklarhed om rækkevidden af de bestemmelser der er i ACTA, hvilket er højest 
kritisabelt  
- ACTA afspejler analog tankegang, tager ikke udgangspunkt i de virkelig 
rettigheder når de skal formidles digitalt 
 
Rejser en række spørgsmål: 
- Vil der ske ændringer i lovgivning ? 
- Hvilke konsekvenser opstår der i DK, når andre lande siger ja til ACTA? 
- Den enkelte borgers retstilling mod pirateri 
- Hvilke typer af blokeringer af internettrafik og overvågning? 
- Hvilke forpligtelser er der for internetudbyderne? 
- Kan vi med de bestemmelser i ACTA sige, at ACTA følger med i den 
teknologiske udvikling (Dette har dansk it svært ved at se) ? 
 
Morten Nielsen Afrika kontakt 
Forening for rettigheder og patenter på medicin 
Aftalen giver rettighedsholderen mulighed for at stoppe billig kopi medicin  
Mange fattige lande er afhængige af at købe billig kopimedicin  
Udgangspunkt i den grønne gruppes EU: 
ACTAs betydning for fattige landes adgang til medicin 
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Folk har allerede sagt nej til en lignende aftale: verdenshandels…. WTO, medicin 
i Afrika, tabte sagen, pres på udviklingslandene,  Afrika er bekymret for, at de 
produkter de køber vil blive stoppet af en rettighedshaver uden om domstol og 
politi,  
Diskussion om Kopimedicin: 
 
Pia Olsen Dyhr: ACTA er meget mere end det digitale marked, også handel og 
kopivarer, fx Rokwool paten aftaler i kina er pressede.  
 
Man må ikke ulovligt kopiere medicin.  ”Tripsaftale” i WTO sikrer, at de fattigste 
mennesker i verden har adgang til billig medicin, i nogle henseender er det lovligt 
at kopiere medicin. I et land som Indien kan man kopiere produkter, som de kan 
sælge videre, dette ændrer ACTA ikke ved. ACTA ændrer ikke i tripsaftalen. 
Trips er blevet accepteret, ikke alt medicin må kopieres, men livsvigtig medicin 
må  
 
Trine Brahmsen: 
  
2005-10 viser EU’s toldmyndigheder, at kopiering af varer er steget med det 3 
dobbelt. To cifret milliard beløb tager job muligheder fra Danmark. Danske 
produkter skal beskyttes! Derfor er ACTA blevet til. 
 
ACTA ændrer ikke ved de muligheder for medicin der er i dag. Der er forskel på 
at kopiere eller at tilbyde billigere lande medicin.  
 
Morten Messerschmidt 
Den vestlige verden har siden den britiske borgerkrig funderet på grundlæggende 
princip. Problemet med ACTA aftalen er, at aftalen kompromitterer nogle af de 
grundlæggende principper vores verden bygger på: Klarhed på rettigheder.  
Traktat teksten er meget uklar.  
Andre lande også i EU er i tvivl om, hvad man har sagt ja tak til! Polen og andre 
lande har trukket sig 
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Det første mandat i europaparlamentet stemte DF FOR ACTA, men nu stemmer 
vi imod 
 
Pia Olsen Dyhr kritiserer Morten Messerschmidt: 
Debatten har ikke foregået i offentligheden, hvilket har skabt mange uklarheder. 
Sf er bekymrede omkring rettigheder for den enkelte, proportionalitets princip. 
Hun understreger, at DF stemte FOR acta. Der er intet der er afsluttet endnu, kan 
sagtens tage 2 år endnu. Intet er kommet ind under gulvtæppet.  
 
Kommentarer fra salen og diskussion om kopimedicin: 
Jesper fra salen: Nogle gange stjæler de store firmaer for de små firmarer, der er 
for meget fokus på, at de enkelte personer stjæler fra de store firmaer, men ikke 
omvendt! Enkelt personer har svært ved at sagsøge store virksomheder. 
Spørgsmål til PIA: Er det kun de store firmaer der kan retsforfølge de små? 
Svar fra PIA: ACTA er med til at håndhæve det land... … …  
SF Stine og Pia Dyhr: 
Fokus på øgede muligheder for at tilbageholde medicin der kan krænke et 
varemærke. 
Som vi læser ACTA, ligger der ingen problemer i forhold til tolderne eller måden 
man kigger på varemærkerne. Det skal ikke blive sværere at kopirere livsvigtig 
medicin 
 
Morten Messerscmidt 
Det er først nu, at vi kan se aftalen, det er bedre at lytte til præmisserne inden man 
underskriver aftalen 
 
Pia: 
Behandling af folketinget af ACTA. Vi har skrevet under på, at processen er gået i 
gang og ikke skrevet under på ACTA ,som Morten påstår.  
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Kommentar fra salen: 
Det vil altid være de store mod de små. Mange små har ikke råd til et patent der 
går ud over landegrænser, patenter skal ændres, jeg opdrager mine børn på en god 
måde, det får i fandeme ikke lov til at kopiere  
 
Kommentar fra salen til Afrikakontakten Michael: 
Det er fint, at Afrika kan få lov til at få kopimedicin, aftalerne holder kun de 
næste 10 år, så vil ACTA overtage. Burde man ikke få indskrevet i ACTA-aftalen, 
at disse rettigheder bør holde længere end 10 år? 
Rettighederne skal indskrives i aftalen Patenter der udløber de kommende 10 år, 
hvilke konsekvenser vil ACTA få på disse?  
 
Trine Bram: Dette ser vi som store muligheder, ACTA blokerer ikke disse 
muligheder 
Trine Bram mod Morten Messerschmidt: Hvis vi i DK skal rette ind efter 
andre lande, så vil den danske udlændige lovgivning ændres 
 
Hvordan kan vi håndhæve, det der står i ACTA for de danske borgere? 
 
Pia Olsen Dyhr: Der gennemføres ikke ændringer i lovgivningen på grund af 
ACTA, man kan spørge om den lovgivning, der er i dag 
Dansk lovgivning er ikke den samme diskussion som ACTA. Det er to forskellige 
ting. Kan man ændre dansk lovgivning efter ACTA er trådt i kræft ? ACTA sætter 
en stopper for dansk lovgivning, hvis man som nation ville tillade kopiering og 
deling af musik og lignende på nettet  
 
Trine Bram: Jeg synes ikke, det har været en køn proces! Vi vidste i marts 2010, 
da den borgerlige regering satte processen i gang, at det ville være en lukket 
proces, vi kan ikke kritisere processen, men det var denne proces vi vedtog.   
 
Morten Messerschmidt: Fokus er på rettighedernes side, man beder 
internetudbydere om at lege politifolk, hvilket vender de grundlæggende 
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retsprincipper. Love kan laves om med et fingerknips, men denne gang kan man 
ikke, så snart ACTA er blevet indført.  
Spørgsmål fra salen: 
Michael: I politikere rykker jer ikke ret meget selvom It etisk udvalg siger, der er 
et problem. Er i indstillet på at lave positive ændringer?  
 
Klaus børn og unge: Hvad man må og ikke må mht. deling af nettet. Unge 
opfatter nettet som et tag selv bord, fx youtube. Tror i, at det bliver nemmere for 
befolkningen af orientere sig i hvad man må ikke og ikke må ?  
 
Kristian: som almindelig borger hvor er mine rettigheder ?  
Der bliver ikke nævnt mine rettigheder.   
 
Jesper Lund It-politisk forening: Jeg er enig i, at der ikke er behov for 
lovændringer, der kan ske ændringer i forhold til håndhævelsen af lovgivningen. 
  
Annette højrup fra Forbrugerrådet: 
Vi støtter ikke, at forbrugerne skal fildele ulovligt. Man forsøger at fastholde de 
gamle forretningsmodeller, fordele i ACTA. Mere udtrykket som ACTA 
fastholder de gamle forretningsmodeller. Vi må se på de nye forretningsmodeller, 
burde vi ikke støtte nye moderne tjenester, så forbrugerne har mulighed for at 
handle mere lovligt på nettet?  
 
Svar fra panelet 
Pia Olsen Dyhr: Vi har ingen intention om at rulle lovgivningen tilbage. 
Til Børn og unge: det er vigtigt, at nettet er nemt at bruge, jeg ser ikke at ACTA 
ændrer noget på dette.  
Til Kristian om rettigheder: hvis du laver noget ulovligt , man skal via 
domstolssystemet for at få brugeroplysninger. Dette ansvar har internetudbyderne 
IKKE !  
 
Trine Bram: Grunden til at man bliver it-ordfører: massive muligheder i nettet. 
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Vi har et problem; der er nogle, der ikke kan finde ud af, hvad der er dit, og hvad 
der er mit!  
Jeg er meget enig i, at man skal uddanne unge i, hvordan man benytter nettet, og 
hvad der er dit og mit. Internetudbyderne har et ansvar for, at forklare hvad der er 
ok, og hvad der ikke er.  
 
Morten Messerschmidt:  En grundlov for internetbrugere er et godt forslag, men 
ærgerligt at det er nødvendigt. Inddrager man hosteren i retsforholdene, de der 
bestyrer disse sider vil man være mere opmærksom på, hvad der ligger på disse 
sider. 
ACTA krænker ens ytringsrettighed! Unge mennesker bliver måske mere les af 
fair. 
 
Jeg er fortaler for ejendomsretten! Men der er grundlæggende principper som ikke 
må ændres heller ikke for at beskytte denne ejendomsret.  
 
Spørgsmål gennem twitter:  
Brevmodellen: Breve til danskere om hvad der er lovligt 
DNS-blokeringer grooveshark?  
Undersøgelser om, at industrien ikke taber penge på grund af downloads 
 
Martin: I bestemmelse artikel 9, skabes der formodning om beregning af 
erstatning,  
man skal udregne en erstatning der betyder, at tabet bag kopien er en del af 
erstatningen.  
Ændrer lovgivningen fordi højesterets opgave og ansvar ændres.  
Højesteret siger: erstatningskravet kan ikke opgøres ved et fast beløb.  
 
Pia Olsen Dyhr: 
Brevmodellen er taget af bordet! 
Jeg har kun set tal på, at ulovlig kopiering svækker industrien.  Jeg tror, at der 
sagtens kan være ting der skal undersøges nærmere. Jeg understreger, at det er 
vigtigt, at vi får håndhævet det, er der ulovligt. I sidste ende er der nogle 
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mennesker, der mister på det.  
 
Trine Bram:  
Brevmodellen diskuterer vi i Folketinget.  Der er mange løsninger i spil. 
Jeg er meget enig med Pia Olsen Dyhr. Industrien taber penge på ulovlig 
kopiering.  
Jeg er meget enig i, at vi skal have demokrati, dette er ikke en køn proces, 
forudsætningen er at folk vil sætte sig ind i, hvad der er rigtigt, og hvad der er 
forkert. Der har været mange myter i denne diskussion omkring ACTA. Vi bruger 
meget tid på at forklare, hvad der IKKE er rigtigt.  
 
Morten Messerschmidt: 
Der er forhold i denne traktat, man ikke har klarhed over. Problemet er, at en stor 
mængde der arbejder med dette til dagligt siger, at der er et problem. Man har nu 
starten processen, det vil sige, at dokumentet ligger fast. Dette kan ikke tages op 
igen, før alle er enige om det. En høring giver kun mening inden man beslutter 
sig! Den internationale forpligtigelse er der stadig. Rettigheder skal beskyttes, 
man skal have en klar definition om, hvad rettigheder er!  
Man får udbyderen til at spille myndighedsrolle.  
Skævhed på internettet!  
 
Pia Olsen Dyhr: Skal man have udleveret fortroligt information om personer, 
skal man igennem domstolen.  Ansvaret er på den enkelte. Det handler i 
virkeligheden om de store kopi-hajer.  
 
Dansk industri: 
Hvordan den danske og europæiske industri ser på ACTA: 
Baggrunden for aftalen er, at de nuværende rettigheder ikke er tilstrækkelige i en 
langt række lande. Dette hæmmer innovation for virksomheder, når de påvirkes at 
pirathandel. Forbedrede værktøjer mod disse ulovlige kopieringer og handler.  
ACTA bringer håndhævelsen op på det niveau vi har i Danmark og andre lande.  
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BILAG 4: SPØRGESKEMA  
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BILAG 5: Telefoniskinterview med allan bartroff 
fra tdc 
Telefonisk interview med Allan (fra TDC) d. 28. marts 2012 kl. 12.00-12.10 
Indledning: 
Er det OK, at vi optager samtalen? 
Kort om os selv og hvad vi gerne vil have svar på. 
Interviewspørgsmål: 
• Hvilken  indflydelse  vil  ACTA  få  på TDC  som  firma,  hvis ACTA bliver indført i DK? 
• Hvilken rolle vil TDC få? 
• Hvilke holdninger er der for/imod ACTA blandt ansatte i TDC? 
• Hvilken  teknologisk  betydning  vil  ACTA  få?  Og  skal  der  udarbejdes nye teknologiske systemer, hvis ja, hvilke? 
• Hvis  I  støder  på  en  bruger  der  laver  ulovligheder  på  internettet, hvordan skal I så agere i forhold til ACTA? 
• Findes der en rapport/oplysninger/beskrivelser af et evt. teknologisk system? 
• Hvilke IT‐etiske problemstillinger er der forbundet med ACTA? 
  
Afrunding: 
Tak og om vi må henvende os igen hvis nødvendigt? 
Selve interviewet: 
Chris: Hej du snakker med Christine 
Allan: Ja hej hej 
Chris: Hej jeg havde en telefon tid med dig her kl.12 
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Allan: Det har vi nemlig, nu skal du bare se jeg skal lige finde et stille hjørne hvor 
jeg kan parkere mig, det kan jeg her. Så skulle der være en chance, jeg skal bare 
lige sætte min telefon på medhører lige et øjeblik. Så nu skulle den være der ikke? 
Chris: Det er super, jeg kan I hvert fald sagtens høre dig. Til at starte med vil jeg 
lige høre om det er okay jeg optager vores samtale, så vi kan bruge interviewet 
senere hen? 
Allan: Det kan vi sagtens 
Chris: Det er super, tak skal du have. Men jeg ved ikke hvor meget du egentlig 
har hørt om os. Men vi kommer fra Roskilde Universitet og er en lille 
studiegruppe, som er i gang med at skrive om ACTA, og hvilke IT-etiske 
konsekvenser ACTA vil få i Danmark. Og det er derfor vi synes det kunne være 
rigtig spændende at få fat i jer fra TDC , og høre lidt om hvordan  rent teknisk og 
systemmæssigt vil komme til at få konsekvenser. Så det er også lidt det vores 
spørgsmål vil handle om. 
Allan: Ja altså det kan vi godt tale om, men jeg må nok på forhånd advare dig om 
at det ikke bliver nogen særlig lang samtale. Ikke fordi jeg ikke vil snakke om det, 
men fordi der er faktisk ikke er nogen konsekvenser. Men det kan vi sådan 
komme til undervejs. 
Chris: Ja lige præcis. Det behøves heller ikke være så lang tid, det er bare meget 
rart lige at få et overblik over. Og få lidt fra jeres side af også. Men først og 
fremmest mere hvordan at ACTA vil få indflydelse på TDC som firma, hvis det er 
det bliver indført i Danmark. Om man har nogen ide om det? 
Allan: Vi har fulgt tilblivelsen af ACTA aftalen, og det har vi primært gjort 
gennem vores … foreninger. Og der har vi arbejdet med det sammen med de 
andre operatører. Og det har vi gjort fordi at, altså spørgsmålet om den rolle det 
ligesom er som internet udbyder, er vigtigt i den her sammenhæng. Og der kunne 
vi godt se at der i nogle af de første udkast til ACTA aftalen var langt op til at 
internetudbyderne skulle få en større rolle, end vi har i dag. Og en større rolle end 
det egentlig er muligt i forhold til den lovgivning vi har i dag. Det var vi 
selvfølgelig noget bekymrede over. Hvis der sker nogle krænkelser af 
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ophavsretten er det en sag mellem, dem der krænker ophavsretten og 
rettighedshaverne. Det er ikke noget vi skal gå ind og forholde os til. 
Chris: Så det er ikke en rolle TDC til tage på sig? At gå ind og håndhæve den 
lovmæssige? 
Allan: Hvad siger du? 
Chris: Dette er ikke den rolle TDC ønsker? 
Allan: Nej det er ikke den rolle nogen internetudbydere ønsker at få. 
Chris: Okay, Allan kan jeg bede dig om at snakke en lille smule højere? 
Allan: Ja. Det vi så prøvede at gøre, det var så sammen med de andre operatører 
ligesom at få påvirket. Undervejs i processen med ACTA, der kom hele tiden en 
revideret udgave af ACTA. Undervejs i det forløb, var det at nogle af de afsnit vi 
var meget bekymret over efterhånden blev slettet. Og det var nok ikke kun pga. 
vores fantastiske indsats, men at de selvfølgelig også i EU-kommunisionen kunne 
se at det var simpelthen en konflikt med EU's regler. Og det vil sige at hvis EU 
skulle skrive under på ACTA, så skulle den simpelthen rettes til. Og det er den så 
blevet. 
Chris: Okay men er det blevet rettet til så at jeres den rolle i før vil have fået, er 
det blevet ændret nu, så i vil kunne undgå at få den rolle på jer? 
Allan: Det som ACTA i dag pålægger dem der skriver under på ACTA traktaten, 
er ikke noget der ændre på det vi i dag gør i EU. Hvilket var et af vores kriterium. 
Der kommer ikke noget mere med ACTA nødvendigvis. Så kan man så kritisere 
ACTA for at den måske trækker i en bestemt retning som man ikke bryder sig om 
nemlig at der helst skulle ske en større aktivitet fra internet udbyderne. Det er vi 
ikke tilhængere af, men det er ikke et krav som pludselig skal indarbejdes i dansk 
lovgivning. Det er lidt op til nationalt hvad man vil gøre der. 
Chris: Men generelt er der både forskellige holdninger inden for TDC både for og 
imod ACTA? 
Allan: Arrrh det ved jeg nu ikke. Hvor har du fået den fra? 
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Chris: Det var mere for at høre om TDC kun har et negativt syn på ACTA eller 
om man også kan se der er nogle fordele indenfor den måde internettets brug vil 
blive ændret hvis ACTA bliver indført? 
Allan: Jamen internettets brug vil ikke nødvendigvis blive ændret så meget efter 
ACTA, det er nu ikke vores opfattelse. ACTA er jo flere ting og vi har ikke noget 
forhold til ACTA på dens fysiske vare. Det har vi slet ikke forholdt os til, det er 
slet ikke vores branche. Men med hensyn til internet kan man sige, vi ser ikke den 
store værdi i ACTA traktaten, men vi er heller ikke bekymrede for at den lige 
pludselig pålægger os noget som vi ikke vil blive pålagt alligevel. Man har fx 
meget i Danmark snakket om at lave hvor der skulle sendes advarsels breve ud til 
dem der krænkede rettigheder og pirat kopiering. Og det har ikke specielt meget 
med ACTA at gøre, det er en lovgivning vi sagtens kan få i Danmark alligevel. 
Chris: Lige præcis, så det heller ikke blev TDC som firmas rolle at skulle gå ind 
og være 
Allan: Nej det har ikke noget med ACTA at gøre i hvert fald. 
Chris: Men hvis nu at ACTA bliver gennemført i Danmark, hvordan vil det så rent 
teknisk… 
Allan: Jamen ACTA bliver ikke gennemført i Danmark. Danmark skriver bare 
under på en traktat. Hvor Danmark så skal leve op til nogle ting. De ting lever vi 
op til i forvejen i den danske lovgivning. 
Chris: Okay så det er ikke sådan at der rent teknisk skal udarbejdes nogle nye 
systemer? 
Allan: Der sker ingen ting. 
Chris: Okay fordi det er jo det der er en stor diskussion om, som folk er meget i 
tvivl om i øjeblikket. 
Allan: Der sker ingen ting med hensyn til ophavsretten. Jeg skal igen ikke kunne 
forholde mig til hvad der sker med medicin og andre kopivarer. 
Chris: Nej det er jo også en helt anden side af det. Vi i vores opgave fokusere 
meget på hvordan ACTA som en form for censur kan gå ind og påvirke, den måde 
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internettet fungerer. Vi tænkte på om i har nogle rapport eller beskrivelse af 
ACTA indenfor jeres firma? Om det er noget i lægger inden med, om det er noget 
i arbejder ud fra? 
Allan: Nej altså der findes jo dynger hvis du søger på nettet af ACTA. 
Chris: Det kunne bare være enormt spændene hvis der var noget fra jeres 
synspunkt af. 
Allan: Ja jeg kan godt forstå hvad du mener, jamen det gør der da. Jeg kan godt gå 
ind og kigge om jeg har noget liggende. Jeg vil meget gerne sende det til jer. 
Chris: Det vil I hvert fald være rigtig spændene lige at få lidt af det med. Men så 
tror jeg næsten at det er det. Vi har din mail fra tidligere er det okay hvis vi bruger 
den hvis der skulle dukke nogle flere spørgsmål op? 
Allan: Ja hvis du så lige gider sende mig din mail, så kan jeg lige sende hvis jeg 
finder noget materiale. 
Chris: Jo det vil bare være super. Så i hvert fald tak for nu, og så skrives vi ved. 
Allan: Det er helt i orden. Det er godt. 
Chris: Hej hej. 
Bilag 6: mailkorrespondance 
Mailkorrespondance med Jesper Lund fra IT-Politisk Forening  
Mail: itpol@jesperlund.com 
Dato: fredag d. 30 marts 2012 
Kære rette vedkomne, 
Vi er en studiegruppe fra RUC der i vores 2. semesterprojekt arbejder 
med it-etiske problemstillinger omkring ytringsfrihed og ulovligheder på 
nettet, herunder også handelsaftalen ACTA. 
Vi har i vores arbejdsproces læst rapporten "Rapport om internetudbydernes 
håndtering af ulovligt indhold og ytringsfrihed" fra 
IT- og Telestyrelse 2005. Denne rapport har rejst adskillige spørgsmål, og vi vil 
derfor høre, om i er interesserede i at hjælpe os videre medvores projekt. 
Hvis i har tid og lyst, vil vi meget gerne udføre et interview med 
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konkrete spørgsmål omhandlende it-etik, ytringsfrihed, ulovligheder på nettet og 
ACTA. 
 
Med venlig hilsen Michelle, Sofie, Sophie og Christine 
 
Dato: fredag d. 30. marts 
Hej Michelle, Sofie, Sophie og Christine 
 
Det vil vi meget gerne. 
 
I forhold til ACTA vil de mest oplagte personer i IT-Pol bestyrelsen være 
formand Niels Elgaard Larsen (elgaard@itpol.dk) og undertegnede 
(itpol@jesperlund.com). 
 
Vi har skrevet disse notater om ACTA 
http://itpol.dk/notater/acta-hoeringssvar 
http://itpol.dk/notater/acta-kritik 
 
Dato: lørdag d. 31 marts 
Hej Jesper. 
Mange tak for din hjælp! Det sætter vi pris på. 
God weekend. 
Hilsen Michelle, Sofie, Sophie og Christine 
 
Dato: mandag d. 30 april  
Kære Jesper Lund 
Efter tidligere mailkorrespondance har vi udarbejdet nogle generelle spørgsmål 
omkring  
ulovligheder på Internettet, ytringsfrihed, filtreringsløsninger og ACTA, som vi 
håber du  
har tid og lyst til at besvare: 
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1) Hvordan fungerer IT-politisk forening, hvilke projekter omhandlende 
ytringsfrihed og  
filtreringsløsninger arbejder eller har i arbejdet med? 
2) Hvad er din holdning til de løsninger IT- og Telestyrelsen fremlægger i deres 
rapport  
"Rapport om internetudbydernes håndtering af ulovligt indhold og ytringsfrihed" 
fra 2005 ? 
3) Er der, udover ACTA, kommet flere løsningsforslag til at fjerne ulovligheder 
samt  
opretholde ytringsfriheden? 
3) Hvorfor mener du, at det er vigtigt at bevare de danske borgeres ytringsfrihed 
på  
Internettet? 
4) Hvilke løsninger ser du som de bedste til at håndtere ulovligheder på Internettet  
samtidigt med at bevare ytringsfriheden? 
5) Findes der en løsning der kan gå ind og fjerne ulovlighederne på Internettet 
samtidigt  
med at overholde den danske lovgivning omkring ytringsfrihed ? 
6) Hvad er din holdning til den aktuelle handelsaftale ACTA? Hvilken indflydelse 
på  
ytringsfriheden mener du, at den i sidste ende kan få? 
 
Har i udarbejdet rapporter eller lignende omhandlende ovenstående 
problemstillinger, som  
i vil dele med os? 
 
Ovenstående spørgsmål er generelle, så vi håber, at hvis vi kommer på yderligere  
spørgsmål, at vi må kontakte dig igen? 
 
På forhånd mange tak for din hjælp! 
 
Med venlig hilsen Michelle, Sophie, Sofie og Christine 
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Dato: søndag d. 13 maj 
Beklager det senene svar, men der har været travlhed med andre ting. 
 
1) Se vores hjemmeside itpol.dk. Vi har arbejdet med softwarepatenter, åbne  
dokumentstandarder, e-valg, internetcensur (børnepornofilter, AllofMP3 & TPB 
blokering,  
spillelov, m.v.), logningsbekendtgørelsen, overvågning, NemID/e-boks og  
tvangsdigitalisering, three-strikes og brevmodel, ACTA, og så har jeg sikkert 
glemt et  
par ting.. 
 
2) Rapporten fra 2005 lægger op til et "filter" svarende til det nuværende  
børnepornofilter, hvor ISP'erne "frivilligt" blokerer sider med påstået  
børnepornoindhold. Det har IT-Politisk Forening kritiseret lige fra starten 
http://itpol.dk/sager/censur/aftale 
 
Rækken af problemer er nærmest endeløs: 
- Ingen domstolskontrol (administrativ censur, som reelt ikke kan indføres, men 
hvor man  
sniger sig udenom ved at kalde det en "frivillig" aftale; i praksis er den bare lige 
så  
lidt frivillig som de offer-you-cannot-refuse som Don Corleone kommer med i 
filmen  
Godfather) 
- Censuren spreder sig til andre områder aka mission creep (når man har teknik til 
at  
"filtrere" børneporno, er det fristende at bruge den til andre ting, f.eks.  
ophavsretslige krænkelser, ulovlige spillesites, ulovligt medicinsalg, og flere  
politikere taler om at blokere "uønsket" indhold hvad det så end betyder). Det 
skete ret  
hurtigt efter 2005. 
- Internetcensur er virkningsløs: dem som vil omgå den, kan nemt gøre det (det 
tog mig 30  
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sekunder at skifte DNS resolver til de servere som censurfridns.dk driver, og så er 
jeg  
ikke længere berørt af den danske internetcensur!) 
- Internetcensur skaber et kunstigt single-points-of-failure (kill switch for  
internettet), det så vi 1. marts 2012 
http://itpol.dk/notater/google-blokeret-af-boerneporno-filter 
- DNS censur, som vi bruger i Danmark, truer internetsikkerheden fordi det 
blokerer for  
nye tiltag (DNSSEC) som skal sikre vores kommunikation så vi f.eks. ved at det 
er Skat,  
og ikke den russiske mafia, som vi kommunikerer med 
http://itpol.dk/notater/dns-censur-truer-internetsikkerheden 
 
3a) Jeg ved ikke helt hvad I mener? Der er mange forslag om at ISP'erne skal 
"filtrere",  
altså censurere, internettrafikken så vi ikke ser ulovligt/uønsket indhold. Men jeg 
vil  
ikke kalde det "løsningsforslag". Det løser ingen problemer, jf. 2) ovenfor. 
Tværtimod  
skabes en masse nye. 
 
3b) Hvis man synes at ytringsfrihed er vigtigt, hvorfor skal der så være specielle  
begrænsninger på internettet? Der er ingen som taler om at censurere indholdet af 
den  
post som PostDanmark leverer til os, altså åbne alle breve og undlade at levere 
nogle  
fordi indholdet er "uønsket". Hvorfor skal internettet så censureres? Internettet er 
et  
globalt kommunikationsnetværk, som med åbne protokoller tillader mennesker i 
hele verden  
af kommunikere med hinanden, medmindre staten (eller andre) blokerer for det. 
Internettet  
spillede (og spiller) en betydelig rolle i det arabiske forår. Lande som Kina og 
Syrien  
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vil juble når vi i Danmark og Europa censurerer internettet. Det gør de selv i stor 
stil,  
og når vi også gør det, kan vi vanskeligt kritisere Kina og Syrien for det samme. 
 
4) Retsforfølge dem som begår ulovligheder. Folk bruger mobiltelefoner til at 
aftale  
indbrud, cykeltyverier, momssvindel eller selskabstømning. Men derfor forbyder 
vi ikke  
folk at tale i mobiltelefon for at forebygge kriminalitet. Jeg kan ikke se hvorfor 
det  
skal være anderledes på internettet? Det er naivt at tro at man kan forhindre  
ulovligheder ved forhåndscensur. 
 
5) Nej. Internettet er et spejl af samfundet. Hvis der begås kriminalitet i 
samfundet,  
vil der være ulovligheder på internettet. Det kan ikke være anderledes, og det kan 
man  
ikke løse ved forhåndscensur. Hvis vi taler om ulovligheder som er specielle for  
internettet, for eksempel ulovlig fildeling, er det et (reelt) uløseligt problem. Du 
får  
ikke folk til at holde op med at kopiere film/musik/bøger over internettet, og  
befolkningen sætter ikke lighedstegn mellem at kopiere et musiksummer og stjæle 
en  
appelsin i supermarkedet. For mig at se er det primært et "business model" 
problem:  
begrebet "et eksemplar" er holdt op med at eksistere i den digitale verden, så hvis 
din  
eneste business strategi er baseret på eksemplarfremstilling og -salg, har du et 
problem.  
Løsningen er nye forretningsmodeller som Spotify i stedet for salg af CD'ere. 
 
Der er ikke noget specielt ved at nye teknologier kræver ændringer i 
forretningsmodeller.  
For 15 år siden kostede et Krak kort for Storkøbenhavn (bogen) 400 kroner. I dag 
bruger  
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folk Google maps, Openstreetmap, o.lign., og de trykte Krak kort sælges for langt 
mindre  
(hvis de overhovedet sælges længere?). TDC havde en lukrativ business med  
nummeroplysningen til 25 kroner i minuttet (eller noget i den stil). I dag slår folk  
gratis telefonnumre op på internettet. Dyre udlandssamtaler (USA til 10 kr i 
minuttet) er  
erstattet med VoIP og Skype. 
 
6) ACTA er farlig fordi den indfører, eller rettere udbygger, tredjepartsansvar hos  
specielt ISP'er og andre tredjeparter på internettet. Hvis ISP'erne får ansvaret for  
brugernes eventuelle ulovligheder, indfører det helt automatisk og "frivilligt"  
selvcensur. Hvis YouTube ikke fjerner en video efter en klage om ophavsretslige  
krænkelser, risikerer YouTube straf/erstatningsansvar. Hvis YouTube fjerner 
videoen uden  
at det var nødvendigt, sker der ikke noget. Den logiske reaktion for YouTube er at 
fjerne  
alt indhold som der klages over uden kontrol (hvilket er hvad YouTube gør, og de 
fjerner  
også videoer uploadet af præsidentkandidater, så måske kommer YouTube til at 
afgøre det  
næste præsidentvalg i USA. Ønsker vi det?). YouTube er et privat firma der skal 
tjene  
penge. Vi kan ikke forvente at de vil forsvare vores rettigheder. 
 
ACTA vil begrænse vores ytringsfrihed. Det kan godt være at ACTA ikke er rettet 
direkte  
mod borgerne, men ACTA er rettet mod internettets mange mellemmænd som vi 
bruger i vores  
kommunikation, og som reelt faciliterer vores ytringsfrihed (muligheden for at 
sprede  
dine budskaber fik et gevaldigt løft da trykpressen blev opfundet omkring år 1500, 
eller  
hvornår det nu var, og i de sidste 10-20 år har internettet gjort det muligt for 
enhver  
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person at sprede sine budskaber til hele verden). Når disse mellemmænd presses 
til  
selvcensur, og det gør de med ACTA, går det udover vores ytringsfrihed. 
 
ACTA tilhængerne henviser til at menneskerettigheder skal respekteres (meget 
usædvanligt  
at det skulle være nødvendigt at nævne dette i en handelstraktat!), men  
menneskerettigheder gælder mellem borgere og staten. Borgerne kan ikke 
påberåbe sig EMRK  
eller andre menneskerettigheder overfor et privat firma som deres internetudbyder 
eller  
YouTube. Men det er internetudbyderne som skal presses til at blokere påståede  
ulovligheder. Det er fuldstændig samme omgåelse af vores basale rettigheder som 
finder  
sted med det danske børnepornofilter. 
 
Se desuden den kritik af ACTA som IT-Pol har skrevet (kort og lang udgave) 
http://itpol.dk/notater/acta-hoeringssvar 
http://itpol.dk/notater/acta-kritik 
 
Mvh 
Jesper Lund 
Bestyrelsesmedlem, 
IT-Politisk Forening 
 
Dato: 14 maj 2012 
 
Kære Jesper Lund 
Mange tak for dine meget brugbare svar! 
Vi sætter stor pris på din tid. 
Mange Hilsener Sophie, Sofie, Michelle og Christine 
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Bilag 6.1 
 
Mailkorrespondance med Allan Bartroff fra TDC  abar@tdc.dk 
 
Dato: Mandag d. 19. marts 2012, 21:03: 
Hej 
Jeg har fået jeres forespøgsel vedr. ACTA og I er velkome til at ringe f.eks. 
tirsdag den 20. kl 14 eller fredag 23. kl 11  
I skal bruge 40177091 
Venlig hilsen 
Allan Bartroff 
Senior Advisor 
+45 66 63 73 82 ? direct 
+45 40 17 70 91 ? mobile 
abar@tdc.dk 
TDC A/S 
Stakeholder Relations - Public Affairs 
Teglholmen 3 
DK-0900 Copenhagen 
 
Dato: Tirsdag d. 20. marts 2012, 10:49: 
Hej Allan 
 
Mange tak for dit hurtige svar. 
Vi ringer fredag d. 23. kl 11.00. 
 
De bedste hilsner fra os Alle 
 
Dato: Tirsdag d. 20. marts 2012, 12:50: 
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En aftale :-) 
 
Best regards 
  
Allan Bartroff 
Senior Advisor 
  
+45 38 66 73 82 ? direct 
+45 40 17 70 91  ? mobile 
abar@tdc.dk 
  
TDC A/S 
Public Affairs 
Stakeholder Relations  
Teglholmsgade 3 
DK-0900 Copenhagen 
 
Dato: Onsdag d. 28. marts 2012, 12:17: 
Kære Allan, 
 
Tak for en behagelig samtale. 
 
Vi vil sætte stor pris på, hvis du vil sende os dokumenter eller rapporter 
omhandlende  
TCD i forhold til ACTA. 
 
Vi er glade for, at vi må skrive til dig hvis vi kommer på flere spørgsmål. 
 
De bedste hilsner 
 
fra os alle 
 
Dato: Onsdag d. 28. marts 2012: 
En fornøjelse - selvom det nok var begrænset hvor meget det kan hjælpe jer :-) 
Vi har ikke noget der specifikt går på TDC i forohld til ACTA men nogle mere 
grundlæggende betragtninger vedr. spørgsmål om Internetudbydernes rolle og så 
aftaler som Acta er der i vedhæftede 
 
Hilsen 
 
Allan. 
 
Dato: søndag d. 6. maj 2012: 
Kære Allan Bartroff. 
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Vi er en gruppe studerende fra Roskilde Universitet, som har kontaktet   
dig før angående indførelsen af ACTA. Vi har læst en "Rapport om   
internet udbydernes håndtering af ulovligt indhold og ytringsfrihed",   
hvor vi kan læse i sammenarbejder med rigspolitiet i bekæmpelsen mod   
distribution af børneporno, hvor i er en af de fungerende ISP'er. Vi   
vil derfor høre om det vil være muligt at kontakte dig igen, da vi er   
interesseret i at høre mere om jeres sammenarbejde og det tekniske   
system? 
 
Med Venlig Hilse Christine, Michelle, Sophie og Sofie. 
 
Dato: søndag d. 6. maj 2012: 
Hej 
 
I er velkomne - men teknikken rnu bare at vi i lighed med andre Internetudbydere 
blokerer specifikke DNS adresser efter anmodning fra Rigspolitiet så der er ikke 
noget 'teknisk system'. 
 
Men jeg vil gerne fortælle om det principielle grundlagt for samarbejdet med RP 
 
Ring evt. tirsdag omkring kl 13  
 
 
 
Hilsen 
Allan 
 
Dato: søndag d. 7. maj 2012: 
 Hej Allan.  Det er vi rigtig glade for, og selvom det er så enkelt er vi meget interesseret i at høre  mere om det principielle grundlag for samarbejdet med Rigspolitiet. Vi vil imorgen  forberede nogle spørgsmål som vi kan sende dig, så du ved hvad vi ønsker at høre mere om, derefter kan vi aftale en dato at ringes ved.   Mvh Michelle, Christine, Sophie og Sofie. 
 
Dato: tirsdag d. 8. maj 2012: 
Kære Allan, 
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Hermed fremsendes vores spørgsmål, som vi håber du kan hjælpe os med at 
besvare: 
 
1. Hvad er grundlaget for samarbejdet med Rigspolitiet (RP)? 
 
2. Hvordan fungerer blokeringen af specifikke DNS adresser? 
 
3. Hvem hos TDC står for blokeringerne? 
 
4. Er det en lov, at I skal blokere en internetside hvis I får en henvendelse fra RP? 
 
5. Er der en lov om hvor lang tid der må gå, fra at I får en henvendelse fra RP til I 
har  
blokeret hjemmesiden? Og hvor langt tid går der oftest? 
 
6. Hvor mange henvendelser får I fra RP? Har I evt. nogle statistikker over det? 
 
Vi er meget interesseret i at du besvarer korrespondancen over mail. 
 
Vi ser frem til at høre fra dig. 
 
De bedste hilsner 
 
fra os alle. 
 
Dato: tirsdag d. 8. maj 2012: 
Helt i orden - se svar forneden 
 Hilsen  
Allan  
 1. Hvad er grundlaget for samarbejdet med Rigspolitiet (RP)? 
Der er ikke et specifikt grundlag, men i overensstemmelse med Teleindustriens 
principielle holdning blokererer vi, hvis en myndighed med lovhjemmel beder os 
om det - og eftersom 'børneporno' er en overtrædelse af straffeloven og det er 
Rigspolitiets IT afdeling (RP) der vurderer siderne, indgår vi i et samarbejde.  
 2. Hvordan fungerer blokeringen af specifikke DNS adresser? 
 Ved at vi sætter en spærring op per DNS adresse i vores servere. 
 3. Hvem hos TDC står for blokeringerne? 
 Sikkerhedschef i Corporate Security 
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 4. Er det en lov, at I skal blokere en internetside hvis I får en   
henvendelse fra RP? 
 Nej – jf spørgsmål 1 
 5. Er der en lov om hvor lang tid der må gå, fra at I får en   
henvendelse fra RP til I har blokeret hjemmesiden? Og hvor langt tid går der 
oftest?  
Nej, vi får opdaterede lister fra RP og blokerer omgående.  
6. Hvor mange henvendelser får I fra RP? Har I evt. nogle statistikker over det?  
Der er tale om ganske mange – men vi oplyser ikke tal.  
 
Dato: onsdag d. 9. maj 2012: Kære Allan,   Endnu engang tak for din hjælp og dine svar :). Du må have en god aften.  De bedste hilsner   fra os alle 
 
Bilag 6.2 
Mailkorrespondance med Digitaliseringsstyrelsen 
Mail: digst@digst.dk 
Dato: mandag d. 30. April 2012 
 
Kære rette vedkomne, 
 
Vi er en studiegruppe fra RUC der i vores 2. semesterprojekt arbejder 
med problemstillinger omkring ytringsfrihed og ulovligheder på 
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nettet, herunder også handelsaftalen ACTA. 
 
Vi har i vores arbejdsproces læst rapporten "Rapport om 
internetudbydernes håndtering af ulovligt indhold og ytringsfrihed" fra 
IT- og Telestyrelse 2005. Denne rapport har rejst adskillige spørgsmål, 
og vi vil derfor høre, om i er interesserede i at hjælpe os videre med 
vores projekt. 
 
Hvis i har tid og lyst, vil vi meget gerne udføre et interview med 
konkrete spørgsmål omhandlende ytringsfrihed, ulovligheder på 
internettet, filtreringsløsninger og ACTA. 
 
Med venlig hilsen Michelle, Sofie, Sophie og Christine 
 
Mail: cechr@digst.dk 
Dato: torsdag 1 maj 2012 
 
Kære alle 
  
Spørgsmål om håndtering af ulovligt indhold og ytringsfrihed på nettet ligger i 
Erhvervsstyrelsen. 
Prøv at kontakte: 
 
Jakob Levring: jabole@erst.dk 3546 6637  eller  Mikkel Christian Knudsen 
Holst miknho@erst.dk 3546 6236 
Mvh. 
Cecile Christensen 
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Bilag 6.3 
Mailkorrespondance med Jakob Levring fra Erhvervsstyrelsen   
Mail:jabole@erst.dk 
Dato: tirsdag d. 03 maj 2012 
 
Kære Jakob Levring 
 
Efter mailkorrespondance med Cecilie Christensen fra Digitaliseringsstyrelsen er 
vi  
blevet sendt videre til dig. 
Vi er en studiegruppe fra RUC der i vores 2. semesterprojekt arbejder med 
problemstillinger omkring ytringsfrihed og ulovligheder på nettet, herunder også  
handelsaftalen ACTA. Vi har i vores arbejdsproces læst rapporten "Rapport om 
internetudbydernes håndtering af ulovligt indhold og ytringsfrihed" fra IT- og  
Telestyrelse 2005. Denne rapport har rejst adskillige spørgsmål, og vi vil derfor 
høre,  
om du er interesseret i at hjælpe os videre med vores project.  
Hvis du har tid og lyst, vil vi meget gerne udføre et interview med konkrete 
spørgsmål omhandlende  
ytringsfrihed, ulovligheder på internettet, filtreringsløsninger og ACTA. 
 
Med venlig hilsen Michelle, Sofie, Sophie og Christine 
 
Dato: onsdag d. 9 maj 2012 
 
Kære Michelle, Sofie, Sophie og Christine 
 
Jeg er ikke til at træffe i styrelsen de næste par uger, men min kollega Jesper 
Fejerskov kan hjælpe jer med jeres projekt. 
 
Jeg har orienteret ham om jeres forespørgsel, og I kan få kontakt med ham på e-
mail: mijefe@erst.dk eller telefonisk på tlf.nr. 35 46 63 11. 
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Mvh 
 
Jakob Levring 
 
 
Dato: mandag d. 14 maj 2012 
Kære Jakob Levring 
Mange tak for dit svar. Vi kontakter Jesper Fejerskov i stedet. 
God dag. 
Hilsen Michelle, Sophie, Sofie og Christine 
 
Bilag 6.4 
 
Mailkorrespondance med Jesper Fejerskov fra Erhvervsstyrelsen   
Mail: mijefe@erst.dk 
Dato: mandag d. 14 maj 2012 
 
 
Kære Jesper Fejerskov 
Efter tidligere mailkorrespondancer med Mikkel Christian Knudsen Holst og 
Jakob Levring er vi blevet henvist til dig. 
 
Vi er en studiegruppe fra RUC der i vores 2.semesterprojekt arbejder med  
problemstillinger omkring ytringsfrihed 
og ulovligheder på internettet, herunder også handelsaftalen 
ACTA. Vi har i vores arbejdsproces læst rapporten 
"Rapport om internetudbydernes håndtering af ulovligt indhold og ytringsfrihed" 
fra IT-  
og Telestyrelse 2005. 
 
Vi har udarbejdet nogle generelle spørgsmål omkring 
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ulovligheder på Internettet, ytringsfrihed, filtreringsløsninger og ACTA, som vi 
håber du  
har tid og lyst til at besvare: 
 
1) Hvordan fungerer Erhvervsstyrelsen, hvilke projekter omhandlende 
ytringsfrihed og  
filtreringsløsninger arbejder eller har i arbejdet med? 
2) Hvad er din holdning til de filtreringsløsninger IT- og Telestyrelsen fremlægger 
i  
deres rapport "Rapport om internetudbydernes håndtering af ulovligt indhold og  
ytringsfrihed" fra 2005 ? 
3) Er der, udover ACTA, kommet flere løsningsforslag til at fjerne ulovligheder 
samt  
opretholde ytringsfriheden? 
4) Hvilke løsninger ser du som de bedste til at håndtere ulovligheder på Internettet  
samtidigt med at bevare ytringsfriheden? 
5) Findes der en løsning der kan gå ind og fjerne ulovlighederne på Internettet 
samtidigt  
med at overholde den danske lovgivning omkring ytringsfrihed? 
6) Hvad er din holdning til den aktuelle handelsaftale ACTA? Hvilken indflydelse 
på  
ytringsfriheden mener du, at den i sidste ende kan få? 
 
Har i udarbejdet rapporter eller lignende omhandlende ovenstående 
problemstillinger, som  
i vil dele med os? 
 
Ovenstående spørgsmål er generelle, så vi håber, at hvis vi kommer på yderligere  
spørgsmål, at vi må kontakte dig igen? 
 
På forhånd mange tak for din hjælp! 
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Med venlig hilsen Michelle, Sophie, Sofie og Christine 
 
Bilag 6.5 
 
Mailkorrespondance med Kuno Sørensen fra Red Barnet: 
Mail: KS@redbarnet.dk  
Dato: tirsdag d. 1. maj 2012: 
Kære Red Barnet. 
Vi er en gruppe studerende fra Roskilde Universitet som er ved at skrive vores 2. 
semester projekt, om Internet censur. Vi har læst rapporten "Rapport om 
internetudbydernes håndtering af ulovligt indhold og ytringsfrihed" af IT- og 
Telestyrelsen fra 2005, hvori vi har læst om jeres hotline og samarbejde med 
andre, i bekæmpelsen mod børneporno på internettet. Derfor vil vi høre om I vil 
være interesseret i at hjælpe os og om vi må stille jer nogle spørgsmål angående 
jeres tekniske system. 
 
Med venlig hilsen Christine, Michelle, Sophie og Sofie. 
 
Dato: torsdag d. 2. maj 2012: 
Kære Christine, Michelle, Sophie og Sofie 
 Tak for henvendelsen. I kan skrive til mig, og foreslå et tidspunkt og en form for 
interviewet (telefon eller her i huset) 
 Venlig hilsen 
 
 
Kuno Sørensen 
 
Psykolog 
Direkte telefon 3524 8523 
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Mobil 2514 0069 
 ks@redbarnet.dk 
 
Dato: fredag d. 11. maj 2012: 
Kære Kuno Sørensen. 
Tusind tak for din hjælpsomhed. Vi har vedhæftet vores spørgsmål, som vi ønsker 
besvaret. Vi er meget interesseret i at du besvarer korrespondancen over mail. 
Hermed fremsendes vores spørgsmål, som vi håber du kan hjælpe os med at 
besvare: 
1. Hvordan fungerer jeres Hotline teknologisk? 
2. Hvordan fungerer ”Sikker chat”? 
3. Hvorfor mener I at Hotlinen er den bedste måde at komme pornografi og 
seksuel udnyttelse af børn/ulovligheder på internettet til livs?  
4. Hvorfor mener I at ”Sikker chat” kan bekæmpe seksuelt udnyttelse af børn på 
internettet?  
5. Har jeres løsning forslag (Hotline og Sikker chat) mindsket ulovlighederne på 
internettet? Har I eventuelt nogle tal på forandringen? 
6. Har internettet gjort det lettere for krænker at udføre ulovligheder? 
7. Har I tidligere arbejdet med andre (end Hotline og Sikker chat) løsningsforslag, 
til at komme ulovligheder på internettet til livs? 
Vi ser frem til at høre fra dig. 
De bedste hilsner 
fra os alle. 
*herefter nåede vi desværre aldrig at få rettidigt svar, selvom det vil have været 
relevant at bruge i vores rapport.  
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Bilag 6.6 
 
Mailkorrespondance med Margrete Auken og hendes assistent Helle 
Aagaard: 
Margrete.auken@europarl.europa.eu 
Helle.aagaard@europarl.europa.eu 
 
Dato: Søndag d. 18. Marts 2012, 16:24: 
 
Kære Margrete Auken 
 
Vi er en studiegruppe fra RUC, som er i gang med vores 2. semesterprojekt 
omkring: 
Hvilke IT-etiske problemstillinger er der forbundet med indførelsen af 
internetcensur 
gennem ACTA? Og hvilke konsekvenser kan denne få for de danske 
internetbrugeres 
ytringsfrihed? 
 
I forbindelse med ovenstående, fandt vi det interessant at kontakte netop dig. Vi 
har derfor nogle spørgsmål vi godt kunne tænke os at stille, hvorfor vi ønsker at 
afholde et interview, hvis muligt. 
 
Vi håber du/I er interesseret i at hjælpe os. 
 
De bedste hilsner 
 
Sofie, Sophie, Christine og Michelle  
Dato: Onsdag d. 21 marts 2012, 12:40: 
 
Kære Sofie, Sophie, Christine og Michelle 
 
Tak for jeres mail. Jeg skal gerne forsøge at hjælpe jer med jeres opgave. Hvis I 
sender mig jeres spørgsmål, kan vi se på, hvilke der er politiske og hvilke, der er 
mere tekniske. Til jeres researchperiode kan jeg anbefale at søge information på 
denne side: 
 
http://en.act-on-acta.eu/Main_Page 
 
Der er blandt andet en henvisning til en rapport Den Grønne Gruppe (som SF 
sidder i her i Europa-Parlamentet) har fået lavet om hvilke konsekvenser ACTA 
vil have for de grundlæggende rettigheder såsom retten til privatliv (privacy), 
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ytringsfrihed, databeskyttelse, en retfærdig rettergang samt ejendomsretten. 
Rapporten hedder: "Opinion on the compatibility of ACTA with the ECHR and 
the EU  Charter of Fundamental Rights" 
 
I er velkomne til at kontakte mig yderligere på nedenstående telefonnummer. 
 
Bedste hilsner, 
 
Helle Aagaard 
Assistant to Margrete Auken, The Greens/EFA Group / SF 
helle.aagaard@europarl.europa.eu 
 
European Parliament 
Office ASP 08H345 
Rue Wiertz 60 
B-1047 Brussels 
 
Tel. Brussels: +32 2 283 7327 
Tel. Strasbourg: +33 3 8817 7327 
Mobile: +32 4888 146 49  
Dato: Tirsdag d. 03. april 2012, 13:28: 
 
Kære Helle og Margrete, 
 
Mange tak for jeres tilbagevending. 
 
Vi har udformet nogle spørgsmål, som vi meget gerne vil have besvaret. 
 
Mange tak for jeres hjælp :) 
 
Spørgsmål: 
 
 
1. Vil ACTA have en påvirkning på ytringsfriheden? 
 
 
2. Vil det være nødvendigt med nye lovforslag ved indførslen af ACTA? (Nogle 
af de danske politikere har givet udtryk for at der ikke vil være nødvendtigt at 
ændre nogle love, da  
ACTA vil tilpasse sig de eksiterende love) 
 
 
3. Vil der være andre løsningsforslag, som kan gå ind og nedsætte ulovligheder på  
internettet uden at krænke ytringsfriheden? 
 
 
4. Ved du hvor vi kan finde lovforslag om internetcensur? Og hvornår kom det for 
første gang på tale i DK? 
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5. Hvad synes du de gode ting er ved ACTA og hvad er de dårlige? 
 
 
6. Vil der være konsekvenser ved indførelsen af ACTA i DK? 
 
 
7. Har du læst rapporten om internetudbydernes håndtering af ulovligt indhold og 
ytringsfrihed af IT - og telestyrelsen 2005 og hvis ja, hvorfor mener I da, at 
ACTA er et bedre løsningsforslag end dem de fremlægger? 
 
 
8. Hvordan kan det være at ACTA blev forhandlet uden samarbejde med WIPO 
og WTO? 
 
 
9. Hvordan vil man informere de almindelige bruger af internettet, om hvornår de 
begår noget kriminalt, så de ikke bliver straffet for uskyldig brug af nettet? 
 
 
 
10. Hvis ACTA bliver indført, vil det have konsekvenser for den 3. verden, både 
medicinsk  
og økonomisk. De konskekvenser kan sætte en bremse for deres videre udvikling. 
Hvad mener  
du om dette? 
 
 
 
11. I den tilsendt rapport s.11 punkt 5, lyder det således: “indiscriminate and 
disproportionate draconian measures could be applied, without due process, to 
trivial or justified IPR infringements, including a “three-strike” rule; intrusive 
searches of laptops and mobile phones, especially at (or just beyond) borders, and 
the confiscation of such devices; and website blocking;…” 
Nogle vil mene, at det er krænkelse af vores privathed, hvad er din holdning til det  
punkt i rapporten? 
 
 
Dato: Torsdag d. 19. april 2012, 22:02: 
Kære Helle og Margrete, 
 
Eftersom vi ikke har hørt fra jer, ville vi sikre at I har modtaget vores 
nedenstående  
mail/spørgsmål? 
 
De bedste hilsner 
RUC-studerende 
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Dato: fredag d. 20. april 2012, 16:02: 
Kære Sofie, Sophie, Christine og Michelle 
Jeres seneste mail forsvandt i mailbunken. Beklager meget. Her har I svar på jeres 
spørgsmål. 
I er velkommen til at kontakte mig hvis I har videre spørgsmål 
mvh. Helle 
Helle Aagaard 
Assistant to Margrete Auken, The Greens/EFA Group / SF 
helle.aagaard@europarl.europa.eu 
  
European Parliament 
Office ASP 08H345 
Rue Wiertz 60 
B-1047 Brussels 
  
Tel. Brussels: +32 2 283 7327 
Tel. Strasbourg: +33 3 8817 7327 
Mobile: +32 4888 146 49 
  
1. Vil ACTA have en påvirkning på ytringsfriheden? 
ACTA forpligter de stater der skriver under og ratificerer aftalen til at lade private 
virksomheder (feks. internetudbydere) stå for håndhæve aftalens bestemmelser. 
Det er et problem, fordi ACTA dermed går imod fundamentet i et retssamfund (at 
man kan få sig sag vurderet af en uafhængig 3. part hvis man anklages for noget) 
ved at sætte domstolene ud på et sidespor. 
Ytringsfrihed er en grundlæggende menneskeret, der ikke kun beskytter retten til 
at ytre sig, men at man også retten til at modtage og dele information. 
Derfor, hvis rettighedsholderne med ACTA i hånden gør fx. internet service 
providers  (fx. internetydbyderne) ansvarlige for hvad du og jeg laver på nettet 
(art. 27.3 opfordrer til øget samarbejde mellem private virksomheder og 
rettighedsholdere), så vil internetudbyderne (eller feks. Google) naturligvis 
forsøge at forebygge at vi foretager os noget ulovligt. Demed bliver det op til 
internetudbyderne at vurdere, hvad der er lovlige og hvad der er ulovlige 
hjemmesider - en opgave, der i et retssamfund alene ligger hos domstolene. Det er 
klart, at internetudbyderne og andre ISP's hellere vil være på den sikre side end at 
risikerer et sagsanlæg fra rettighedsholderne, der kan koste millioner of kroner i 
erstatning. 
Derfor åbner ACTA op for at internet service providers vil blokere eller 
afindeksere (dvs. Google sørger for at hjemmesiden ikke dukker op når du søger i 
deres søgemaskine) hjemmesider, som rettighedsholderne har udset til at være 
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ulovlige. 
Når hjemmesider lukkes ned/blokeres uden en domskendelse kommer 
ytringsfriheden -her forstået som retten til at modtage og dele information - 
kommer under pres. ? 
2. Vil det være nødvendigt med nye lovforslag ved indførslen af ACTA? 
(Nogle af de danske politikere har givet udtryk for at der ikke vil være 
nødvendtigt at ændre nogle love, da ACTA vil tilpasse sig de eksiterende 
love) 
Det er svært at sige om ACTA vil betyde at vi skal ændre loven i Danmark, men 
det er sådan set heller ikke den vigtige del af diskussionen jf. ovenstående 
forklaring af privatisering af lovhåndhævelse.  
Derudover er det interessant at se fremad - altså hvad vil ACTA betyde fremover. 
ACTA sætter en internationalt standard for hvordan intellektuelle 
ejendom/ophavsret håndhæves, som vil fungere som mindste fællesnævner i 
kommende lopvgivning. Der er allerede en del relaterede lovforslag på vej fra 
Kommissionens side. Ved at sige ja til ACTA kan Parlamentet ikke efterfølgende 
sætte en lavere standard i andre lovsammenhænge, fordi EU vil være bundet af 
ACTA, som er en international lov. Det er problematisk fordi ingen af os kan sige 
hvad fremtiden er på nettet, hvilke nye digitale teknologier, der opfindes i 
morgen, som muligvis vil udfordrer de formater på musik, film og andre 
ophavsretsbeskyttede digitale produkter vi kender i dag. 
Lidt populært sagt (og sat lidt på spidsen) søger ACTA at beskytte en industri og 
forretningsmodel af i går fremfor at sigte på at have en fleksibel 
ophavdsretslovgivning, der åben for hvad i morgen bringer.   
3. Vil der være andre løsningsforslag, som kan gå ind og nedsætte 
ulovligheder på internettet uden at krænke ytringsfriheden? 
Det er netop denne diskussion, der er vigtig at tage. Som jeg lige skrev 
repræsenterer ACTA en trend, der alene går på strengere håndhævelse af brud på 
ophavsretten. Problemet er at vores færden på nettet næsten udelukkende handler 
om at dele information - men som det er nu så bryder vi alle dagligt ophavsretten, 
når vi poster en sang på vores facebookprofil eller deler et sjovt billede vi ikke 
selv har taget. Dette er også en form for ulovlig kopiering, som vi ikke betaler for 
og dermed har en indirekte økonomisk fordel af. ACTA-fortalere argumenterer 
at aftalen kun handler om store overtrædelser af såkaldt "commercial scale" - 
problemet er bare at ACTA definerer "commercial scale" som en handling, man 
både kan have direkte og indirekte økonomisk fordel af. Så selv hvis fortalerne 
har ret og ACTA alene er rettet mod commercial scale overtrædelser, indeholder 
den samtidig ikke nogen minimum/bagatelgrænse. 
Det vil sige at ACTA åbner op for at vores daglige måde at bruge internettet på - 
altså trivielle lovovertrædelser såsom genposte en sang eller et billede - 
kriminaliseres.  Det er helt sikkert muligt, at vi ikke allesammen får kæmpebøder 
eller bliver slæbt i retten for det, men det skaber et online miljø, hvor det er bedre 
at være forsigtig end at tage chancer - og det vil uundgåeligt have en dæmpende 
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effekt ikke bare på ytringsfriheden, men også på for eksempel innovation i den 
digitale verden. 
Der foreligger endnu ikke nogen endelige alternativer, som kan løse den konflikt 
jeres spørgsmål peger på - men nogle forskere argumenterer for at piratkopiering 
ofte er en konsekvens af manglende lovlige tilbud - altså at efterspørgslen ikke 
bliver odentligt mødt. Det er derfor interessant diskussion om piratkopiering i 
virkeligheden er en problemstilling man alene skal lovgive sige ud af - eller om 
man i højere grad skal forsøge at støtte nye forretningsmoddeller, hvor folk på 
lovlig vis kan få adgang til det materiale de søger. Spotify er et godt eksempel på 
en ny forretningsmodel, hvor et gratis tilbud af musik et financieret af 
reklamerindtægter og hvor man kan købe fri adgang til et musikkartotek for et 
enkeltbeløb om måneden istedet for at man betaler hver  enkelt nummer. 
4. Ved du hvor vi kan finde lovforslag om internetcensur? Og hvornår kom 
det for første gang på tale i DK? 
Jeg vil forslå jer at søge information på laquadraturedunet.org og EDRI.org.  
IT-politisk forum i danmark kan også være et sted at søge information om det.? 
5. Hvad synes du de gode ting er ved ACTA og hvad er de dårlige? 
ACTA finder ikke den rigtige balance mellem beskyttelse af ophavsretten på den 
ene side og beskyttelse af grundlæggende rettigheder på den anden. Det er netop 
en politisk beslutning af afgøre hvor den rigtige balancegang findes.   
Hvis i læser teksten igennem er ophavsret (intellectual property rights) nævnt over 
40 gange i lovteksten. Grundlæggende rettigeheder eller menneskerettigeheder er 
til gengæld ikke nævnt en eneste gang - men er omskrevet til at være 
"grundlæggende principper", hvilket rent juridisk ikke er det samme og ikke 
kræver samme beskyttelse. 
 
6. Vil der være konsekvenser ved indførelsen af ACTA i DK? 
?se svarene ovenfor. 
7. Har du læst rapporten om internetudbydernes håndtering af ulovligt 
indhold og ytringsfrihed af IT - og telestyrelsen 2005 og hvis ja, hvorfor 
mener I da, at ACTA er et bedre løsningsforslag end dem de fremlægger? 
nej det her jeg ikke, men hvis I sender den til mig skal jeg gerne læse den og svare 
på jeres spørgsmål. 
8. Hvordan kan det være at ACTA blev forhandlet uden samarbejde med 
WIPO og WTO? 
Ja, det er et rigtigt godt spørgsmål, som går præcis til kernen af ACTAs 
udemokratiske natur. ACTA søger at beskytte primært EU,USA og Japans 
ophavsretsbeskyttede produkter/ideer. Lande som Kina, Indien og Brasilien har 
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ingen nuværende gavn af ACTA - hvilket også gør sig gældende for stort set alle 
udviklingslande. Det ville derfor være stort set umuligt at forhandle en aftale som 
ACTA på plads i disse fora. 
Det bliver lidt kompliceret nu, men mange udviklingslande fx. Indien gør brug af 
de fleksibiliteter/undtagelser som WTO aftalen TRIPS (Trade related aspects of 
Intellectual Property Rights) giver mulighed for - herunder blandt andet 
muligheden for at producerer en billig kopiudgave af for eksempel Novo nordisks 
insulin-medicin uden at Novo Nordisk kan lægge sag an mod dem. Novos 
medicin er simpelthen ikke givet ophavsretlig beskyttelse i Indien og 
kopimedicinen er derfor ikke ulovlig. Hvis disse undtagelser til ophavsrettenm 
ikke eksisterede ville mia. af mennekser verden over ikke have råd til at købe 
livsnødvendig insulin eller malaria medicin. Den generiske medicin er derfor 
utrolig vigtig for befolkningerne i udviklingslandene.   
ACTA er udtryk for en helt modsat tankegang - at lave strengere håndhævelse af 
ophavsretten frem for at forsøge at skabe en lovgivning, der er mere fleksibel og 
dermed bedre tilpasset globale behov. Det er derfor ikke overraskende, at man har 
forhandlet aftalen udenom fora, hvor udviklingslande var med. Man ville ganske 
enkelt ikke have kunnet forhandle aftalen hjem. Problemet er jo så at ACTA er en 
international lov forklædt som en handelsaftale (selvom den jo reelt ikke handler 
om handel). Dermed vil USA eller EU, hvis ACTA vedtages, kunne presse 
udviklingslande i bilaterale gunstige handelsaftaler til at underskrive ACTA - 
groft sagt tryne dem til at makke ret. Der er det klare mål at udbrede ACTAtil 
netop disse lande for aftalen er jo ikke meget værd, hvis ikke vi får de lande, hvor 
masser af piratkopiering foregår med ombord (Kina står fx for over 70% af 
verdens ulovlige kopiering, men er ikke med i ACTA). 
Vi synes ikke, det er en særlig demokratisk måde at lave international lovgivning 
på, at man først udelukker udviklingslande fra forhandlingerne og efterfølgende 
presser dem til at acceptere de vilkår, der er forhandlet på plads uden deres 
indflydelse. ? 
  
9. Hvordan vil man informere de almindelige bruger af internettet, om 
hvornår de begår noget kriminalt, så de ikke bliver straffet for uskyldig brug 
af nettet? 
Det er jo et af de spørgsmål det er oplagt at vi kigger på. I Danmark har man 
diskuteret brevmodellen som en mulig løsning. Vi forholder os kritiske overfor 
denne løsning, da den umiddelbart stadig overlader det til private firmaer at 
udpege, hvad der er ulovlige hjemmesider. Samtidig rejser den spørgsmål om den 
er i overeenstemmelse med vores databeskyttelsesregler. Som den er forelagt 
virker den også til at være utrolig tung administrativt og meget bureaukratisk. 
Desuden viste en undersøgelse i Frankrig, som har forsøgt sig med en lignende 
model, nok fik det brugerne til at ændre adfærd på nettet, men rettighedshaverne 
øgede ikke deres indtjening. Det er interessant fordi det netop et argumentet om 
tabt indtjening  for disse industrier og dermed arbejdspladser der forsvinder, der er 
hele motivationen for at vi skal have ACTA. 
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10. Hvis ACTA bliver indført, vil det have konsekvenser for den 3. verden, 
både medicinsk og økonomisk. De konskekvenser kan sætte en bremse for 
deres videre udvikling. Hvad mener du om dette? 
se svaret ovenfor. 
?? 
11. I den tilsendte rapport s.11 punkt 5, lyder det således: "indiscriminate 
and disproportionate draconian measures could be applied, without due 
process, to trivial or justified IPR infringements, including a "three-strike" 
rule; intrusive searches oflaptops and mobile phones, especially at (or just 
beyond) borders, and the confiscation of such devices; and website 
blocking;?" Nogle vil mene, at det er krænkelse af vores privathed, hvad er 
din holdning til det punkt i rapporten? 
Det er i højeste grad det vi er bange for her i den Grønne Gruppe i Europa-
Parlamentet. 
 
Bilag 6.7 
 
Mailkorrespondance med Marie Fensmark fra Red Barnet: 
Mail: MAF@redbarnet.dk  
Dato: tirsdag d. 1. maj 2012: 
Kære Red Barnet. 
Vi er en gruppe studerende fra Roskilde Universitet som er ved at skrive vores 2. 
semester projekt, om Internet censur. Vi har læst rapporten "Rapport om 
internetudbydernes håndtering af ulovligt indhold og ytringsfrihed" af IT- og 
Telestyrelsen fra 2005, hvori vi har læst om jeres hotline og samarbejde med 
andre, i bekæmpelsen mod børneporno på internettet. Derfor vil vi høre om I vil 
være interesseret i at hjælpe os og om vi må stille jer nogle spørgsmål angående 
jeres tekniske system. 
Med venlig hilsen Christine, Michelle, Sophie og Sofie. 
Dato: onsdag d. 2. maj 2012: 
Kære Christine, Michelle, Sophie og Sofie ,  
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Tak for jeres mail. Jeg prøver at finde en, der kan hjælpe jer med jeres spørgsmål. 
  
Jeg vender tilbage. 
 
Mvh Marie  
40448860 
 
 
Bilag 6.8 
Mailkorrespondance med Niels Elgaard Larsen fra IT-politisk forening  
Mail: elgaard@itpol.dk 
Dato: mandag d. 30 april 2012 
 
Kære Elgaard 
Efter mailkorrespondance med Jesper Lund, er vi blevet henvist til dig. 
 
Vi er en studiegruppe fra RUC der i vores 2. semesterprojekt arbejder 
med problemstillinger omkring ytringsfrihed og ulovligheder på 
Internettet, herunder filtreringsløsninger og også handelsaftalen ACTA. 
Vi har i vores arbejdsproces læst rapporten "Rapport om 
internetudbydernes håndtering af ulovligt indhold og ytringsfrihed" fra 
IT- og Telestyrelse 2005. Denne rapport har rejst adskillige spørgsmål, 
og vi vil derfor høre, om du er interesseret i at hjælpe os videre med 
vores projekt. 
Hvis du har tid og lyst, vil vi meget gerne udføre et interview med 
konkrete spørgsmål omhandlende ytringsfrihed, ulovligheder på 
nettet, filtreringsløsninger og ACTA. 
Med Venlig Hilsen Sofie, Sophie, Michelle og Christine 
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Dato: mandag d. 30 april 2012 
 
Kære Elgaard 
Efter mailkorrespondance med Jesper Lund, er vi blevet henvist til dig. 
Vi er en studiegruppe fra RUC der i vores 2. semesterprojekt arbejder 
med problemstillinger omkring ytringsfrihed og ulovligheder på Internettet, 
herunder filtreringsløsninger  
 
Så er I vel bekendt med Benjamin Schwarz's rapport: 
http://dspace.ruc.dk/handle/1800/7056 
 
og også handelsaftalen ACTA. 
Vi har i vores arbejdsproces læst rapporten "Rapport om 
internetudbydernes håndtering af ulovligt indhold og ytringsfrihed" fra IT- og 
Telestyrelse 2005. Denne rapport har rejst adskillige spørgsmål, og vi vil derfor 
høre, om du er interesseret i at hjælpe os videre med vores projekt. 
Hvis du har tid og lyst, vil vi meget gerne udføre et interview med konkrete 
spørgsmål omhandlende ytringsfrihed, ulovligheder på nettet, filtreringsløsninger 
og ACTA. 
 
Det er I velkomne til. 
 
Bilag 6.9 
 
Mailkorrespondance med Tine Søberg fra Det Krimimal præventive råd: 
Mail: tso@dkr.dk  
Dato: tirsdag d. 1. maj 2012: 
Kære Tine Søberg (Det kriminal præventive råd) 
 
Vi er en gruppe studerende fra Roskilde Universitet som er ved at skrive vores 2. 
semester projekt, om Internet censur. Vi har læst rapporten "Rapport om 
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internetudbydernes håndtering af ulovligt indhold og ytringsfrihed" af IT- og 
Telestyrelsen fra 2005, hvori vi har læst om jeres samarbejde med Red Barnet om 
sikker chat. Vi vil høre om, I vil være interesseret i at hjælpe os og om vi må stille 
jer nogle spørgsmål angående jeres tekniske system. 
 
Med venlig hilsen Christine, Michelle, Sophie og Sofie. 
 
Dato: torsdag d. 3. maj 2012: 
Kære Christine, Michelle, Sophie og Sofie 
Det lyder spændende - I er velkomne til at spørge, men når det handler om det 
tekniske system, så er det nok Red Barnet I skal have fat i. Prøv at kontakt 
Marianne Pihl mp@redbarnet.dk - hun kan sikkert hjælpe jer eller henvise til en 
der kan. 
Held og lykke med projektet. 
Venlig hilsen 
Tine Søberg 
Kriminalpræventiv metode 
Direkte tlf. 45153681 
Det Kriminalpræventive Råd 
Odinsvej 19, 2 
 
2600 Glostrup 
 
Tlf. 45 15 36 50 
  
Fax 45 15 01 39 
 tso@dkr.dk 
www.dkr.dk 
 
