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органів: 1) злочинні посяганнябезпосередньо спрямовані на нормаль-
ну реалізаціюслужбовихповноваженьпрацівників правоохоронних ор-
ганів (ст. ст. 341, 342; 343 КК України); 2) злочинні посягання спря-
мованіпроти життя та здоров’я, особисту недоторканість працівників 
правоохоронного органу (ст. ст. 345, 348; 349 КК України); 
3) злочинні посягання на майно працівника правоохоронного органу 
чи його близьких родичів (ст. 347 КК України); 4) злочинні посяган-
ня спрямовані проти близьких родичів працівника правоохоронного 
органу, пов’язані з виконанням його службових обов’язків. 
Способи перешкоджання службовій діяльностіпрацівника правоохо-
ронного органуможуть бути різними: як насильницькими, так і не на-
сильницькі. До насильницьких належать: нанесення тілесних ушко-
джень, погроза вбивством, насильством чи пошкодженням майна, 
фізичний опір, вбивство працівника правоохоронного органу, зни-
щення його майна та ін. Прикладами ненасильницького перешко-
джання є шантаж, пропозиція, обіцянка або надання неправомірної 
вигоди працівнику правоохоронного органу, службове підроблення, 
незаконні доручення чи накази, інший вплив на працівника правоо-
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ДО ПИТАННЯ ПРО РОЛЬ ЗАСОБІВ МАСОВОЇ 
ІНФОРМАЦІЇ У ТЕРОРИСТИЧНІЙ ДІЯЛЬНОСТІ 
 
На сьогодні засоби масової інформації (далі – ЗМІ) є невід’ємним 
атрибутом терористичної діяльності. Існує навіть думка про те, що ви-
никнення тероризму безпосередньо пов’язано з виникненням самих 
мас медіа [1, с. 172]. 
Сучасна історія надала багато прикладів взаємовигідного «симбіозу» 
ЗМІ та терористичних організацій. Демонстрація катастрофічних ре-
зультатів терактів через ЗМІ значно посилюють ефективність самих 
актів насильства; галас, що роздмухується в деяких ЗМІ щодо даних 
подій, повтори одних і тих самих жахливих епізодів, об’єктивно спри-
яють досягненню цілей тероризму: залякуванню населення і влади, та 
прийняттю відповідними посадовими особами і органами необхідних 
терористам рішень [2]. У свою чергу, ЗМІ, висвітлюючи наслідки теро-
ристичних актів, отримують увагу громадськості, що має життєво  
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важливе значення для їх існування, підвищення рейтингу та отримання 
прибутку. Таким чином, терористи використовують терор як іпевну 
«комунікаційну стратегію» для привертання уваги ЗМІ [3, с. 3]. З цієї 
метою терористи ретельно обирають місця, в яких вони здійснюють 
свої напади, з тим щоб забезпечити краще висвітлення в ЗМІ [4]. 
Важливе значення мас медіа у терористичній діяльності також підт-
верджуєтьсяобов’язковимствореннятерористамина захопленихтериторіях 
власних ЗМІ (або встановлення контролю над вже існуючими)для про-
паганди своєї злочинної діяльностіта поширення своєї ідеології. Так, 
наприклад, терористична організація «ІГІЛ» має на підконтрольній тери-
торії як друковані засоби інформації, так і офіційне телебачення. 
Науково-технічний прогресстворив й додаткові можливості для ви-
користання сучасних інформаційних технологій в терористичній діяль-
ності. Останнім часом терористи почали активно використовувати со-
ціальні мережі (Facebook, Twitter,VKontakte тощо) та засоби електрон-
ного зв’язку (Skype, Telegramта ін.). Як зазначає професор Габріель 
Вейманн, сьогодні близько 90% організованої терористичної діяльності 
в мережі Інтернет здійснюється через соціальні мережі [5]. Ці мережі 
дозволяють набагато ефективніше розповсюджувати ідеологію терорис-
тичних організацій, вербувати нових членів, мобілізувати фінансові 
ресурси, проводити розвідку та шпіонаж за поліцією й збройними си-
лами держави. Серед переваг соціальних мереж можна назвати наступ-
ні: 1) дешевизна та доступність; 2) швидкість поширення інформації та 
широта аудиторії; 3) відсутність «фільтрів» та контролю за розповсю-
дженням інформації [6]. 
Міністерство внутрішньої безпеки США вирізняє наступні способи 
використання терористами соціальної мережі «Facebook»: а) як спосіб 
обміну оперативною і тактичною інформацією (включаючи дані про 
методи виготовлення вибухових пристроїв, технічне обслуговування та 
використання зброї);б) як точка доступу до забороненого радикального 
контенту;в) як платформа для пропаганди тероризму та екстремістсь-
ких ідеологічних повідомлень;г) для дистанційної розвідки за потен-
ційними жертвами [7]. 
Що стосується засобів електронного зв’язку, то вони використову-
ються терористами для забезпечення таємності спілкування між чле-
нами терористичних організацій. Адже сучасні технології шифрування 
електронного зв’язку фактично унеможливлюють прослуховування 
розмов національними спецслужбами. 
Підсумовуючи вищенаведене, можна зробити висновок про значну 
роль ЗМІ в терористичній діяльності. Глобальна мережа Інтернет явно 
збільшила масштаби терористичної пропаганди і стала ідеальним ін-
струментом для терористів в контексті просування своїх оперативних 
цілей з найменшими витратами і ризиком. 
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ВІКТИМОЛОГІЧНА ПРОФІЛАКТИКА КРАДІЖОК, 
ПОЄДНАНИХ З ПРОНИКНЕННЯМ У ЖИТЛО 
 
Власність виступає показником добробуту суспільства і особистого 
благополуччя громадян. Як соціальне явище та економічна категорія 
вона являє собою тріаду фактичних суспільних відносин володіння, 
користування і розпорядження благами, що привласнені й належать 
власнику на законних підставах [1, с. 38]. У теперішній час крадіжки 
визначать структуру всієї злочинності. Зростання чи зниження їх рів-
ня обов’язково відобразиться на загальній структурі злочинності.  
Завдяки превалюванню в загальній масі всіх крадіжок тих із них,  
що поєднані з проникненням у житло, процеси будь-яких змін  
