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　総務省の『情報通信白書 平成 26 年度版』によると，2012 年時点のデータ流通量は約 2.0 エクサ















　政府は 2013 年 6 月に成長戦略の柱に据える IT 活用の一環としてビッグデータの活用を挙げて
いる。2013 年「世界最先端 IT 国家創造宣言」において，「「情報資源」の活用こそが経済成長をも
たらす鍵となり，課題解決にもつながる」（7）として，ビッグデータなどの活用により，新たな付加
価値を創造していく必要性があることを提言した。
















Warren & L. D. Brandeis）による有名な論文「プライバシーの権利（The right to privacy, 











































（4）Daniel J. Solove はプライバシーの概念について 6 つの型に分類している。
「①放っておいてもらう権利（the right to be alone）②自己への限定的アクセス（limited access 
to the self）―他者からの望まないアクセスから自己を保護する能力③秘密（secrecy）―ある種の















































する法律」が制定され，2003 年に個人情報保護法が制定された。個人情報保護法は OECD のプラ
イバシーガイドラインを基調にして作成されている。
























バシーの保護について検討がなされ，1980 年 9 月 23 日に「プライバシー保護と個人データの国際
流通についてのガイドラインに関する理事会勧告」（Recommendation of the Council of 
concerning Guidelines governing the Protection of Privacy and Transborder Flows of Personal 
Data）（22）を制定した。ガイドラインではプライバシー保護と個人データの国際流通に関する必要
事項を定めて「OECD プライバシー 8 原則」（①収集制限の原則，②データ内容の原則，③目的明
確化の原則，④利用制限の原則，⑤安全保護措置の原則，⑥公開の原則，⑦個人参加の原則，⑧責
















　2012 年 1 月 25 日，欧州委員会はプライバシー保護に関する「個人データの取扱いに係る個人情
報の保護及び当該データの自由な移動に関する欧州議会及び理事会の規則（一般的データ保護規則）
の提案」（Proposal for a REGULATION OF THE EUROPEAN PARLIAMENT AND OF THE 
COUNCIL on the protection of individuals with regard to the processing of personal data and on 
the free movement of such data (General Data Protection Regulation)（2012））（27）を提案・公表し
た。
　従来の EU データ保護指令を抜本的に改正するもので，その大きな特徴は，データ本人の権利と
して「忘れられる権利（the right to be forgotten）」（17 条）が新設されたことであった。その後「忘







（Consumer Privacy Bill of Rights）（29）を公表した。「消費者プライバシー権利章典」では，消費者
は個人データに関して①個人のコントロール（Individual Control），②透明性（Transparency）
③コンテクストの尊重（Respect for Context）④セキュリティ（Security）⑤アクセスと正確性
（Access and Accuracy）⑥焦点を絞った情報収集（Focused Collection）⑦説明責任（Accountability）
など，7 つの権利を持つとされる。特に個人のコントロールの権利については，インターネット上
でのオンラインターゲッティング広告の事業者に個人データを収集・利用させることを拒否でき，








プライバシーに関する省庁間委員会（Interdepartmental Committee on Privacy）を設けた（31）。
　1974 年に「プライバシー保護法（Protection of Privacy act）」が制定された。「プライバシー保
護法」はプライバシー保護の観点から刑法典や他の法律を改正するために制定されたものである。
　1977 年には「差別の禁止及び個人のプライバシー保護に関するカナダの現行法を拡張する法律」
（An Act to extend the present laws of Canada that prescribe discrimination and that protect the 
privacy of individuals）―略称「カナダ人権法」（Canadian Human Rights Act）が成立した。こ
こでは，連邦の公的部門における「公正な情報処理」が盛り込まれた。
　1982 年に英国カナダ法の改正によりカナダ憲法成立が決まり，カナダ史上初めて人権規定とし
て「カナダ権利自由憲章」（Canadian Charter of Rights and Freedoms）（32）が制定された。プライ
バシー権や知る権利に関しては，その下位法として「プライバシー法（Privacy Act）」と「情報へ


































































































　PIPED 法では，プライバシー 10 原則を規定している。カナダでは，カナダ規格協会（CSA: 
Canadian Standard Association）が「個人情報保護に関するモデルコード」を定めて国家規格となっ
ているが，これは OECD8 原則に対応する 10 原則となっている。
　カナダのプライバシー 10 原則は，①責任の原則（Accountability）②目的明確化の原則（Identifying 
Purpose）③告知・同意の原則（Consent）④収集制限の原則（Limiting Collection）⑤利用・開示・
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さまざまなプライバシー問題に対して実施・調査してきた内容は公開することが PIPD 法で義務づ





　プライバシー・バイ・デザイン（Privacy by Design）は 1990 年代にカナダのオンタリオ州のプ
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本はベトナム，チリとともにデータ・プライバシー法のヨーロッパ的要素（“European” elements 
of data privacy laws）が十分備わっていない最下位のグループに位置づけられており（63），「日本は
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　 With the rapid progress of ICT (Information and Communication Technology) networking, 
Big Data is being collected, accumulated and circulated.  Data is automatically collected in real 
time by various devices and sensors by a ubiquitous network.  Our time has become an era in 
which a vast quantity of digital data is being generated.  Utilizing Big Data as resources is com-
mon practice and the creation of social values through the use of Big Data is increasing.  Howev-
er, we cannot bypass the problem of privacy protection.  This paper explores the concept of pri-
vacy and considers protection of privacy in the Big Data age, and focuses particularly on Canada 
as a nation advanced in the protection of privacy.
Key words: Privacy protection, Privacy Act, PIPEDA（Personal Information Protection and 
Electronic Documents Act）, OECD Privacy Guideline, Big Data, Privacy Commissioner, Privacy 
by Design (PbD), Privacy Impact Assessment (PIA).
