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Judul  : METODE LEAST SIGNIFICANT BIT (LSB) CITRA 
DIGITAL UNTUK STEGANOGRAFI PADA GAMBAR 
JPEG DAN BITMAP (BMP) 
Pembimbing I :  Basuki Rahmat S.si,M.T. 
Pembimbing II   : Intan Yuniar S.Kom,M.sc 
Penyusun :  Yuli Tri Indrana 
ABSTRAK 
Menjaga kerahasiaan informasi merupakan permasalahan penting dalam 
pertukaran informasi melalui media citra digital. Pada aplikasi ini permasalahan 
diselesaikan dengan menggunakan teknik steganografi. Adapun data masukan 
yang diperlukan dalam aplikasi ini berupa file citra (image) JPEG dan yang 
disisipkan citra (image) BMP yang akan digunakan sebagai media steganografi. 
Bit-bit dari file pesan akan disisipkan menggunakan metode LSB (Least 
Significant Bit). Besar pesan yang dapat disimpan pada citra (image) adalah 
sekitar 24-bit. 
Tugas akhir ini bertujuan untuk proses penyisipan (embedding) dan 
pengekstrakan (ekstracting) pada suatu citra yang tidak dapat diketahui 
keberadaanya secara visual, dan proses steganografi dengan metode LSB 
mengetahui keunggulan dan kelemahan dari sisi pengguna (user). Aplikasi  ini 
dapat diimplementasikan menggunakan teknik steganografi untuk penyembunyian 
data citra (image) dan memisahkannya (pengekstrakan). Pada citra yang akan 
diproses dengan ukuran 800x800 pixel dan mempunyai resolusi 300 pixel, hasil 
citra yang setelah diproses tidak berpengaruh ukuranya dari gambar asli. 
Hasil yang dicapai pada tugas akhir ini membuat aplikasi penyisipan 
(embedding) dan pengekstrakan (ekstracting) dengan menggunakan Embercadero 
RAD Studio 2010 Architect edition , karena lebih menarik tampilannya (interface) 
untuk user. 
 
Kata Kunci : Steganografi, Citra Digital , LSB (Least Significant Bit). 
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BAB I 
PENDAHULAN 
 
1.1 LATAR BELAKANG 
Sekarang ini hampir tidak ada orang yang tidak mengenal komputer. Hampir 
semua aspek kehidupan mempergunakan komputer. Dengan adanya jaringan 
global internet, maka komunikasi tanpa batas dapat diakses kapanpun, di 
manapun, dan oleh siapapun. Oleh karena itu dibutuhkan suatu tingkat keamanan 
data agar informasi atau data tidak dapat diakses oleh sembarang orang dan 
kerahasiaanya dapat terjamin. Ada beberapa teknik untuk melindungi 
data/informasi dari orang-orang yang tidak berhak. 
Peranan steganografi merupakan komponen penting dalam proses 
penyembunyian informasi. Dengan file yang terlihat sama sekali tidak 
mencurigakan, data anda sebenarnya tidak akan terdeteksi dengan mata telanjang. 
Secara teori, semua file umum yang ada dalam komputer dapat digunakan sebagai 
media, seperti bmp, jpg, gif atau dalam mp3 atau bahkan dalam file avi atau wav. 
Semua dapat disajikan dalam tempat tersembunyi, asalkan file tersebut memiliki 
bit-bit data redudan yang dapat dimodifikasi. 
Bit-bit data redudan artinya bit-bit data yang merupakan bit ganda yang jika 
dimodifikasi, maka kualitas tampilan file yang sesungguhnaya tidak akan 
terganggu banyak. 
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File-file yang dapat disisipi juga tergantung pada aplikasi steganografi apa 
yang digunakan kebanyakan aplikasi steganografi memiliki teknik dari ciri khas 
sendiri dalam menggunakan file-file yang menjadi media pelindungnya. Ada yang 
hanya bisa menggunakan file gambar,file musik, dan sebagainya. 
Penyisipan data dengan teknik Steganografi ini dilakukan sedemikian rupa 
sehingga informasi yang disisipkan tidak merusak data digital yang dilindungi. 
Data yang disisipkan bersifat tersembunyi keberadaanya tidak disadari oleh indera 
manusia. Untuk pengamanan data, pemilik data tersebut dapat mengekstraksi data 
yang telah disembunyikan ke dalam suatu data digital. 
Sehubungan dengan berkembangya software dan produk multimedia seperti 
teks,musik, atau citra (image), dan video digital yang ada, maka penulis mencoba 
menerapkan suatu metode Least Significant Bit (LSB) berbentuk citra (image) 
menggunakan format Join Photography Expert (JPEG), sedangkan data yang 
disisipkan berupa citra (image) berupa BitMap (.bmp) dan aplikasi ini hanya 
berfungsi menyisipkan pemanfaatan data ke dalam gambar dan menampilkan data 
yang telah disembunyikan. Dari uraian diatas maka judul tugas akhir yang telah 
dibuat “Metode Least Significant Bit (LSB) Citra Digital Untuk Steganografi 
Pada Gambar JPEG dan BMP (Bitmap)”. 
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1.2 RUMUSAN MASALAH 
Berdasarkan latar belakang yang telah dijelaskan diatas, maka dapat 
dirumuskan masalah dalam tugas akhir ini, yaitu : 
a. Bagaimana memahami teknik penyisipan data citra (image) ke dalam sebuah 
gambar dan kemudian data tersebut dapat ditampilkan kembali ? 
b. Bagaimana mengimplementasikan program steganografi untuk menyisipkan dan 
menampilkan data dengan menggunakan metode Least Significant Bit (LSB) ? 
1.3 BATASAN MASALAH 
Pada pembuatan aplikasi ini perlu didefinisikan batasan masalah mengenai 
sejauh mana pembuatan aplikasi ini akan dikerjakan. Beberapa batasan masalah 
tersebut antara lain : 
a. Citra (image) berwarna (RGB) yang digunakan pada aplikasi steganografi 
berbentuk Join Photography Expert (JPEG) dan citra bitmap (.bmp). citra yang 
dapat dijalankan pada aplikasi memiliki kapasitas memorinya dengan ukuran 800 
pixel X 800 pixel dan resolusi 300 dpi. 
b. Jika kapasitas memori tidak disesuaikan ukuran yang ditentukan maka pada 
aplikasi steganografi muncul peringatan “ukuran citra digital tidak mencukupi 
untuk dipergunakan”. 
c. Pesan yang disisipkan pada gambar digital berupa citra (image). 
d. Citra yang sudah melakukan proses penyisipan atau pengekstrakan berpengaruh 
sangat kecil berubah ukuranya dari citra asli. 
e. Aplikasi yang dibuat dapat menyembunyikan citra (image) dan juga dapat 
memisahkannya. 
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1.4 TUJUAN 
a. Mengimplementasikan Teknik Least Significant Bit (LSB) untuk melakukan 
proses embedding dan ekstracting data berupa citra. 
1.5 MANFAAT 
a. Aplikasi ini dapat digunakan dalam pengamanan data digital berupa 
gambar dengan format jpg dan bmp. 
b. Hasil penelitian dapat digunakan sebagai media pembanding untuk 
penelitian lebih lanjut. 
1.6. METODOLOGI PENELITIAN 
Untuk mencapai keberhasilan dalam pembangunan Aplikasi Steganografi ini, 
maka perlu dilakukan beberapa langkah seperti berikut : 
I. Studi Literatur 
Pada tahap ini dilakukan pengumpulan dokumen – dokumen, referensi – 
referensi, buku – buku, referensi dari internet, atau referensi – referensi lain 
yang diperlukan untuk merancang dan mengimplementasikan aplikasi. 
II. Perancangan Sistem 
Aplikasi Steganografi ini disajikan untuk proses penyisipan dan 
pengektrakan data citra, yang mana dalam steganografi tersebut data citra  
mempunyai ukuran dan resolusi telah ditentukan. Sebelum user melakukan 
proses penyisipan, user diwajibkan untuk menginputkan data citra (jpg) dan 
cover citra (bmp) yang telah disediakan, setelah itu user melakukan proses 
penyisipan citra, dan proses penyisipan akan terbentuk. 
Sedangkan proses ekstraksi hampir sama hanya perbedaanya citra hasil dari 
penyisipan sebelumnya yang akan diproses pada pengekstrakan. 
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III. Implementasi Sistem 
Implementasi dari aplikasi ini adalah menghasilkan citra sisipan dan 
pengekstrakan yang bisa dijalankan pada desktop komputer. 
Tools yang digunakan untuk pembuatan aplikasi steganografi ini adalah 
Embercadero RAD Studio 2010 Architect edition. 
IV. Uji coba dan Analisa 
Setelah pembuatan aplikasi steganografi ini dibuat maka selanjutnya . akan 
dilakukan uji coba dan analisa kemudian mengetahui sejauh mana hasilnya 
pada saat menjalankan aplikasi steganografi ini. 
V. Pembuatan Laporan 
Pada tahap ini merupakan tahap terakhir dari pengerjaan skripsi. Laporan ini 
dibuat dari seluruh proses pengerjaan skripsi. Dari penyusunan laporan ini 
diharapkan dapat memudahkan pembaca yang ingin menyempurnakan dan 
mengembangkan aplikasi lebih lanjut. 
1.7. SISTEMATIKA PENULISAN 
Secara garis besar penyusunan laporan ini, terdiri dari lima bab utama dengan 
beberapa sub bab didalamnya. Adapun sistematika penulisan laporan tugas 
akhir ini adalah sebagai berikut : 
BAB I PENDAHULUAN 
Bab ini berisi tentang deskripsi umum skripsi yang meliputi latar 
belakang, perumusan masalah, batasan masalah, tujuan dan manfaat, 
serta metodologi dan sitematika penulisan. 
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BAB II TINJAUAN PUSTAKA 
Bab ini berisi dasar teori meliputi algoritma dan pemrograman, 
sejarah steganografi, definisi steganografi, pengertian citra digital, 
pengertian join photography expert (JPEG), pengertian BitMap 
(.bmp), pengertian Least significant Bit (LSB), pembahasan singkat 
tentang Embercadero RAD Studio 2010 Architect edition. 
BAB III METODOLOGI PENELITIAN 
Bab ini berisi tentang analisis-analisis pembuatan aplikasi yang akan 
dibuat dan tampilan antar muka (interface) aplikasi steganografi  
serta termasuk pembuatan flowchart diagram. 
BAB IV HASIL & PEMBAHASAN 
Bab ini berisi potongan program dari rancangan yang telah dibuat, 
serta hasil ujicoba dari beberapa percobaan dan pengujian terhadap 
citra aplikasi steganografi. 
BAB V PENUTUP 
Bab ini berisi kesimpulan dan saran – saran dari penulis untuk 
pengembangan aplikasi. 
DAFTAR PUSTAKA 
Pada bagian ini akan dipaparkan tentang sumber-sumber literatur 
yang digunakan dalam pembuatan laporan tugas akhir ini. 
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