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Дослідження проводились з використанням 
вимірювальних антен: 
– АИ5-0 для вимірювання електричної складо-
вої поля; 
– АИР3-2 для вимірювання магнітної складової 
поля; 
– ТИ2-3 струмознімача для вимірювання наве-
день в колах живлення. 
Таблиця 1 
Результати вимірювання та порівняльні характеристики флеш носіїв 
 
Фірма виробник Pretec   Transcend  Kingston Transcend РQI 
Модель Wave JetFlash V30 Data Traveler 102 Rect-ractable U 273 
Об’єм пам’яті (Gb) 1 2 4 8 16 
Визначення тактової частоти програмно-математичним методом: 
Тактова частота (MHz) 17,381 20,999 14,676 19,330 9,972 
Визначення тактової частоти та рівнів сигналу електричної складової за допомогою АКОР-2ПК: 
Тактова частота (MHz) 19,003  22,007 15,649 21,611 10,458 
Обмірюваний рівень 
сигналу мкВ/м 
31,4 54,5 48,2 32,1 39,1 
Тактова частота (MHz) 37,988 44,260 31,374 43,209 20,981 
Обмірюваний рівень 
сигналу мкВ/м 
48,2 45,5 39,1 29,0 24,2 
Тактова частота (MHz) 57,025 66.295 46,964 64,848 31,358 
Обмірюваний рівень 
сигналу мкВ/м 
39,1 59,8 32,5 33,8 31,3 
Тактова частота (MHz) 75,976 88,063 – – – 
Обмірюваний рівень 
сигналу мкВ/м 
28,9 40,1 – – – 
Визначення тактової частоти та рівнів сигналу магнітної складової за допомогою АКОР-2ПК: 
Тактова частота (MHz) 19,003  22.007 15,649 21,611 10,458 
Обмірюваний рівень 
сигналу мкВ/м 
49,8 52,8 51,9 31,4 59,5 
 
Узагальнюючи результати вимірювань, які 
приведені в табл. 1 можна сказати таке:  
 USB порт розрізняє тип USB від USB1 ав-
томатично, тому тактові частоти будуть залежати 
від параметрів тракту USB для кожної ПЕОМ; 
 тактова частота в ефірі вища від розрахова-
ної тестом. Очевидно, розробники тестів використо-
вують коефіцієнти, отримані на окремій ПЕОМ для 
окремого випадку;  
 миттєва частота вища за розраховану середню; 
 амплітуди сигналів значно відрізняються в 
залежності від типу корпусу флеш носія. Металеві 
корпуси практично повністю екранують сигнал. Ме-
талеві корпуси флеш-носіїв дозволяють виявити 
ПЕМВН від флеш за 0,1 метра.  
 застосування екранованого USB продовжува-
ча типу Firewire зумовлене випромінюванням від трак-
ту USB материнської плати ПЕОМ. При наявності в 
ПЕОМ інших USB приладів відбувається додаткове 
маскування тест-сигналу від флеш.  
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МАТРИЧНІ АФІННІ ШИФРИ ДЛЯ СТВОРЕННЯ ЦИФРОВИХ СЛІПИХ ПІДПИСІВ  
НА ТЕКСТОГРАФІЧНІ ДОКУМЕНТИ 
 
Вступ. Використання комп’ютерних мереж 
стали причиною бурхливого розвитку криптографії. 
Існує багато криптографічних алгоритмів та прото-
колів [1, 2], які орієнтовані на послідовну обробку 
Секція 2. Зберігання, аналіз та захист даних в інформаційних системах 
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скалярних цифрових даних.  
Аналіз останніх досліджень, публікацій. Для 
забезпечення більшої стійкості, порівняно з скаляр-
ними криптоперетвореннями, у роботах [3, 4] запро-
поновано модифіковані матричні алгоритми  (МА) 
криптоперетворень 2-D масивів і зображень. Відомі 
також результати моделювання модифікованого МА 
створення 2-D ключа на основі протоколу Діффі-
Хелмана [5].   
Постановка задачі. Тому метою даної роботи 
є демонстрація можливостей застосування матрич-
них афінних шифрів (МАШ) для створення сліпого 
цифрового підпису (СЦП) для даних, що представ-
лені у вигляді зображень. 
Теоретичні основи та результати. Процес 
шифрування та дешифрування для матричного по-
відомлення М та криптограми С може бути вираже-
ний такими матричними формулами [4]: 
 C M A S mod N   ; M (C AD SD) mod N   , де 
А та S – два ключі шифрування у вигляді матриць, 
AD та SD – ключі дешифрування, N– матриця, всі 
елементи якої дорівнюють числу n (просте велике 
число), а компоненти всіх матриць вибираються з 
діапазону 1÷(n – 1), крім того, символами   та + 
позначені операції поелементного множення та до-
давання матриць за модулем. Специфіка зображень 
та кодування яскравості напівтонового зображення 
чи основної кольорової складової (R, G, B) байтом 
дозволяє шляхом додавання фону (+ 1 градація) пе-
ретворити діапазон значень елементів матриці М в 
діапазон 1÷256, при цьому n = 257 (просте число). 
Для моделювання процесу створення СЦП на базі 
МАШ ми використовували вхідне зображення S1 
(рис. 1, а), ключ G (рис. 1, b) шифрування (власни-
ком М, що є  S1 з фоном), ключ А (рис. 1, c) шифру-
вання нотаріусом. Для дешифрування нотаріус ви-
користовує поелементно обернену за модулем мат-
рицю-ключ ОА, а власник має ключ OG дешифру-
вання, взаємопов’язаний з ключем G. Процес ство-
рення СЦП передбачає такі кроки: 1) власник закри-
ває повідомлення М шифруючи ключем G і створе-
не зображення Р (рис. 1d) пересилає нотаріусу А;  
2) нотаріус своїм ключем А шифрує отримане за-
крите повідомлення Р і утворює зображення PN 
(рис. 1, e) і цей підписаний ним документ відсилає 
власнику; 3) власник, використовуючи ключ OG 
отримує підписаний в розшифрованому вигляді до-
кумент МN (рис. 1, f). Для верифікації підпису, ви-
користовуючи ключ ОА, нотаріус може отримати 
повідомлення PV, яке порівнюється з отриманим 
закритим повідомленням Р, а відкритий власником 
підписаний документ МN ключем ОА дозволяє 
отримати верифікаційне зображення MV, тобто вхі-
дне зображення S1. Для повної верифікації потрібні 
спільні дії як власника документа М так і нотаріуса.  
  
 
Рис. 1. Формули СЦП на базі МАШ та результати моделювання 
 
На рис. 1, g і 1, h показані різницеві зображен-
ня, що підтверджують співпадання зображень, що 
порівнюються. 
Висновок. Таким чином, нами розроблено ма-
тричну модель сліпого підпису на основі МАШ та 
продемонстровано її дію та правильність функціо-
нування результатами моделювання в MathCad. Ре-
зультати моделювання підписування сліпим підпи-
сом кольорових зображень та інші будуть показані 
під час презентації. 
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