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Razširjenost interneta je privedla do potrebe po njegovi regulaciji. Eno izmed takšnih 
regulacij predstavlja načelo o nevtralnosti interneta, pojem, ki je v zadnjem času zelo 
aktualen, saj ga v svojo zakonodajo implementira vedno več držav po vsem svetu. 
Problem nastane, ker nevtralnost interneta ne pozna natančne, enotno sprejete definicije, 
prav tako pa je sprejeta zakonodaja s tega področja nejasna. Obstajajo namreč številni 
posegi oz. kršitve nevtralnosti interneta (blokiranje ali zapora, slabšanje oz. 
upočasnjevanje, prioritizacija, razdelitev v pasove oz. plačljiva prioritizacija, omejitve na 
opremi ali aplikacijah, storitve ničelne tarife in specializirane, inovativne storitve), ki se v 
praksi telekomunikacijskih ponudnikov vsakodnevno izvajajo. V magistrskem delu so 
uporabljene deskriptivna metoda, ki opisuje pojme, ki so povezani z nevtralnostjo 
interneta, metoda kompilacije, s katero so povzete navedbe drugih avtorjev in virov, ter 
primerjalna metoda, s katero je primerjana zakonodajna ureditev nevtralnosti interneta v 
Sloveniji, na Nizozemskem, v Braziliji, Čilu, Združenih državah Amerike ter Evropski uniji. 
V magistrskem delu je bilo ugotovljeno, da so bile v praksi zaznane kršitve iz vsake 
kategorije obravnavanih posegov v nevtralnost interneta, kar dokazujejo številni primeri. V 
okviru primerjalne analize ugotavljam, da nobena izmed obravnavanih držav s svojo 
zakonodajo ne izstopa ter da je slovenska zakonodaja primerljiva z zakonodajo Evropske 
unije. Magistrsko delo bo pripomoglo k lažjemu razumevanju problematike nevtralnosti 
interneta ter k učinkovitejšemu in kakovostnejšemu sprejemanju nadaljnje zakonodaje s 
tega področja – tako na ravni Evropske unije kot tudi na nacionalni ravni. 
 
 






COMPARATIVE ANALYSIS OF INTERNET NEUTRALITY IN CHOSEN 
COUNTRIES  
The prevalence of the Internet has led to the need for its regulation. The principle of 
Internet neutrality represents one of those regulations. This concept has recently been 
very topical, since an increasing number of countries around the world are incorporating it 
into their legislation. The problem arises because Internet neutrality does not have a 
precise, uniformly accepted definition and legislation concerning it is often unclear. There 
exist a number of interventions or violations of Internet neutrality (blocking, degradation 
or throttling, prioritisation, access-tiering or paid prioritisation, restrictions on equipment 
and applications, zero rated services and specialized, innovative services), which are 
implemented in practice by telecommunication providers on a daily basis. This thesis 
applies several research methods. The descriptive method, which describes the concepts 
associated with Internet neutrality; the method of compilation, which summarizes findings 
of other authors and sources; the comparative method, which compares regulatory 
regimes of Internet neutrality in Slovenia, the Netherlands, Brazil, Chile, the United States 
of America and the European Union. Based on evidence from numerous examples, it was 
found that in practice there were several examples of a perceived violation of each 
category of (discussed) interventions in Internet neutrality. In the context of comparative 
analysis I conclude that none of the named countries stands out with its legislation, 
moreover the Slovenian legislation is comparable to the legislation of the European Union. 
The thesis will facilitate the understanding of issues of Internet neutrality. Furthermore it 
will contribute to more efficient and qualitative adoption of further legislation in this area 
– both, at the level of the European Union as well as at the national level. 
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Enega največjih oz. kar največji tehnološki izum našega časa nedvomno predstavlja 
internet. Iz majhnega projekta, financiranega s strani ameriške vlade, je nastalo ogromno 
mednarodno omrežje in steber nadaljnjega tehnološkega razvoja, družbenega, političnega 
napredka in nepogrešljiv pripomoček v življenju vsakega izmed nas. Prav zaradi razširjene 
uporabe interneta pa se je pojavila potreba po regulaciji tega tehnološkega fenomena. 
Eno izmed takšnih regulacij predstavljajo normativni okviri za zagotavljanje odprtosti in 
nevtralnosti interneta. Običajno imajo ti regulatorni okviri v javnosti široko podporo, 
glasovi proti pa prihajajo predvsem iz subjektov, ki ponujajo dostop do interneta, t.j. 
telekomunikacijskih ponudnikov. Obstajajo namreč številni posegi, ki direktno 
nasprotujejo odprtosti in nevtralnosti interneta, a jih telekomunikacijski ponudniki v praksi 
vseeno izvajajo. 
 
Aktualnost tematike nevtralnosti interneta dokazuje tudi nedavno sprejetje zakonskih 
okvirov v nekaterih državah. Prav tako pa je bila pred kratkim s strani organov EU 
sprejetja uredba o enotnem telekomunikacijskem trgu, ki tudi naslavlja načelo odprtega in 
nevtralnega interneta. V magistrskem delu je podrobneje predstavljeno načelo 
nevtralnega interneta in pojmi, ki so s tem načelom povezani. Čeprav ima nevtralnost 
interneta globalni pomen, ukrepi, ki jo omejujejo, pa so skupni številnim ponudnikom iz 
vsega sveta, se nacionalni regulatorni in normativni okviri v posameznih državah 
medsebojno razlikujejo. Razlog za razlike so, poleg močnih interesov, tudi pomanjkanje 
enotnega okvira za razumevanje odprtosti in nevtralnosti interneta ter poenotenih pravil 
za obravnavo kršitev.  
 
Kaj sploh je nevtralnost interneta? To se lahko enostavno razloži, če primerjamo internet z 
javnim cestnim omrežjem. Za javne ceste je značilno, da imajo na njih vsi vozniki enake 
pravice (z izjemo vozil – policijskih, reševalnih oz. gasilskih, ki so na nujni vožnji) in dokler 
bo vozilo izpolnjevalo določene tehnične oz. varnostne standarde, bo na cesti dobrodošlo. 
Po cesti se lahko peljemo z osebnim avtomobilom, tovornjakom, avtobusom, kombijem 
oz. motornim kolesom, pri tem pa ima vsak voznik svoj cilj oziroma namen. Upravitelja 
cest tako ne zanima, s katerim vozilom se peljemo, kam in s kom gremo. Ali je naš cilj 
služba, šola, dostava blaga ali družinski izlet. Pri nevtralnosti interneta je zelo podobno. 
Ponudnik internetnih storitev (angleško: Internet Service Provider; kratica ISP) zgradi 
internetno omrežje, na katerega se lahko poveže vsak osebni računalnik, telefon oz. 
druga naprava, ki to omogoča, ne glede na to, ali gre za posameznika ali podjetje. ISP 
tako kot upravitelj cest ne more določati, kaj bomo na internetu počeli – ali pošiljamo 
elektronsko pošto, brskamo po socialnih omrežjih, si ogledujemo videoposnetek ali igramo 
igre. Vsi uporabniki imamo enake pravice, kar omogoča, da je (tako kot na cesti) boljši in 
hitrejši pretok prometa in informacij ter večja mobilnost (Kurčić & Ropret, 2015). 
Primerjavo javnega cestnega omrežja lahko z internetnim naredimo tudi v tej smeri, da bi 
lahko vozniki doplačali določeno vsoto denarja Družbi za avtoceste Republike Slovenije 
(DARS), kar bi jim omogočilo, da lahko prednostno vozijo po levem, prehitevalnem pasu, 
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ostali vozniki pa bi se jim bili dolžni umakniti oz. sploh ne bi smeli voziti po levem pasu 
(Špetič, 2015). 
 
Pri preučevanju tematike o nevtralnosti interneta nisem našel strokovne literature ali 
drugih virov, ki bi primerjali urejenost nacionalne zakonodaje in opredelitve le te do 
različnih posegov, ki se s strani operaterjev pojavljajo v praksi. Najdeni članki oz. drugi viri 
so predvsem opisovali posamezne kategorije kršitev oz. posegov ter nasploh le navajali 
urejenost nevtralnosti interneta v posamezni državi (npr. splošna, kratka predstavitev 
zakonodajnega okvira v Sloveniji, na Nizozemskem, v EU, ZDA itd. – vendar brez 
primerjave opredelitev posameznih zakonodaj do posegov oz. kršitev). Študija Evropske 
komisije (2009) navaja 5 kategorij posegov v nevtralnost interneta. To so: blokiranje ali 
zapora, slabšanje oz. upočasnjevanje, prioritizacija, razdelitev v pasove oz. plačljiva 
prioritizacija ter omejitve opreme in aplikacij. Študija ne primerja nacionalnih zakonodaj in 
njihove opredelitve do teh posegov. Podobno je tudi v članku Valcke, Hou, Stevens & 
Kosta (2008) – posegi so zgolj navedeni in opisani. Evropska komisija (2015a) se z novo 
uredbo o enotnem telekomunikacijskem trgu opredeljuje še do dveh kategorij posegov – 
to sta storitve ničelne tarife in specializirane, inovativne storitve. Ti dve kategoriji sem 
dodal k prej omenjenim petim kategorijam, kar skupaj tvori sedem kategorij posegov v 
nevtralnost interneta, ki sem jih uporabil za svojo primerjavo urejenosti zakonodaj v 
izbranih državah. 
 
Namen magistrskega dela je celovita in poenotena obravnava aktualne tematike odprtosti 
in nevtralnosti interneta. Aktualnost take obravnave dokazuje tudi nedavno sprejetje 
uredbe o enotnem telekomunikacijskem trgu s strani Evropskega parlamenta. Celovita 
obravnava lahko prispeva k boljšemu razumevanju odprtosti in nevtralnosti interneta ter 
posledično k sprejetju boljše in učinkovitejše zakonodaje na tem področju - tako na 
evropski kot tudi nacionalni ravni. 
 
Cilj magistrskega dela je opredeliti pojem nevtralnost interneta ter ostale pojme, ki v 
praksi morebiti posegajo v samo nevtralnost oz. so kako drugače povezani z obravnavano 
tematiko. Prav tako je cilj dela predstaviti in raziskati argumente za in proti načelu 
nevtralnosti interneta ter s primeri iz prakse ugotoviti, kako in na kakšen način 
telekomunikacijski ponudniki posegajo v nevtralnost interneta. Cilj magistrskega dela je 
opredeliti okvir za analizo zakonodaje s tega področja in primerjati ter analizirati regulacijo 
na področju nevtralnosti interneta v Sloveniji, na Nizozemskem, v Braziliji, Čilu, Združenih 
državah Amerike ter Evropski uniji. Ugotoviti želim, kaj so izbrane države naredile na 
področju te problematike ter preučiti morebitne razlike med urejenostjo zakonodaj s tega 
področja.  
 
Zastavil sem si dve trditvi oz. hipotezi, ki sem ju z uporabljenimi raziskovalnimi metodami 
tudi potrdil oz. zavrgel. 
 
H1: V praksi so bile zaznane kršitve iz vsake kategorije posegov v nevtralnost interneta. 
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H2: Slovenska zakonodaja je na področju nevtralnosti interneta primerljiva z zakonodajo 
EU. 
 
Pri izdelavi magistrskega dela sem si pomagal predvsem s tujo literaturo in internetnimi 
viri. V magistrskem delu je bila uporabljena deskriptivna metoda, s katero sem opisal 
relevantne pojme, povezane z odprtostjo in nevtralnostjo interneta. Uporabljena je bila 
metoda kompilacije, za katero je značilno, da povzema navedbe drugih avtorjev in virov, 
ter tudi komparativna oz. primerjalna metoda, s pomočjo katere sem analiziral in primerjal 
regulacijo ter ukrepe, ki se nanašajo na nevtralnost interneta v obravnavanih državah.  
 
Z metodo razvrščanja sem razvrstil opredelitev zakonodaje obravnavanih držav do sedmih 
kategorij posegov, ki se pojavljajo v praksi (blokiranje ali zapora, slabšanje oz. 
upočasnjevanje, prioritizacija, razdelitev v pasove oz. plačljiva prioritizacija, omejitve na 
opremi ali aplikacijah, storitve ničelne tarife, specializirane in inovativne storitve) in tako 
kršijo načelo o nevtralnost interneta 
 
Konkretnejše primerjave na temo urejenosti nacionalnih zakonodaj ter opredelitev le-teh 
do posegov oz. kršitev v nevtralnosti interneta, kot sem to naredil jaz, med 
pregledovanjem literature in virov nisem našel – z izjemo dveh slovenskih diplomskih 
nalog, ki pa se vseeno precej razlikujeta od mojega dela. Cotič (2010) v svoji diplomski 
nalogi, poleg splošnih teoretičnih opredelitev nevtralnosti interneta, predstavlja pravno 
ureditev v ZDA in v EU ter tudi v Čilu, na Japonskem in Kitajskem. Zakonodaje ne 
primerja, prav tako pa ne opredeljuje in primerja posameznih posegov v nevtralnost 
interneta. Ker je diplomsko delo starejše (leto 2010), ne vsebuje opisa pomembnejših 
dogodkov na tem področju. Tako v ZDA kot tudi v EU so normativne okvire na področju 
odprtosti in nevtralnosti interneta sprejeli v letu 2015. Tudi ostalih držav EU (Nizozemska, 
Slovenija) ne omenja, saj sta obe državi sprejeli nacionalno zakonodajo šele v letu 2012 
oz. 2013.  
 
Čas (2015) s svojim delom primerja zakonodajo internetne nevtralnosti v Sloveniji, EU in 
ZDA. Diplomsko delo se osredotoča na primerjavo stališč zagovornikov in nasprotnikov 
internetne nevtralnosti ter na primerjavo zakonskih določb med tremi subjekti (Slovenija, 
EU in ZDA). Podobnost z mojim magistrskim delom se nakazuje v izbiri teh treh držav ter 
med nekaterimi primerjanimi posegi oz. kršitvami nevtralnosti interneta. Poleg tega, da 
moje delo vključuje še druge države – Nizozemsko, Čile, Brazilijo in zato bo torej tudi 
primerjava obsežnejša – bom jaz bolj poudaril primere (kršitve operaterjev) iz prakse. 
  
Ker je strokovnih člankov na temo sprejema ustrezne zakonodaje v Čilu oz. Braziliji, ki 
obravnavajo nevtralnost interneta, malo oz. jih skoraj ni (v angleškem jeziku), sem si 
pomagal z raznimi članki, ki so bili objavljeni na različnih medijskih spletnih straneh. 
Nasploh pa sem med raziskovanjem spoznal, da kljub temu, da je to aktualna in zagotovo 
zelo pomembna tema, le ni tako zelo raziskana oz. da nikjer ne obstaja pregledni članek, 
iz katerega bi lahko bralec razbral vse relevantne informacije in podatke. 
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Z magistrskim delom sem želel bralcu predstaviti načelo nevtralnosti interneta ter s 
konkretnimi primeri iz prakse nazorno ilustrirati pomen posamezne kategorije posega v 
nevtralnost interneta, kar bo pripomoglo k lažjemu razumevanju obravnavane 
problematike. Raziskal sem, kako se načelo dejansko obnese v praksi v tistih državah, ki 
so ga sprejele v svoji zakonodaji, ali so se pojavile kakšne kršitve in kako so bile le te 
sankcionirane.  
 
Prvi del magistrskega dela zajema splošen uvod o razvoju globalnega omrežja. Predstavil 
sem pojme, ki so povezani z internetom in so pomembni za razumevanje ostalih pojmov v 
magistrskem delu. Začel sem z upravljanjem ter regulacijo interneta oz. zakonodajo, ki 
ureja področje interneta. Npr. svoboda govora na internetu, spletno ustrahovanje, spletne 
igre na srečo, sovražni govor. V tem delu je predstavljeno načelo nevtralnosti interneta – 
kaj pomeni in kaj predstavlja. Opisal sem začetek tega načela oz. njegov izvor. 
Predstavljene so kategorije posegov v nevtralnost interneta ter za lažje razumevanje 
pojmov tudi primeri iz prakse. Poglavje zaključujejo argumenti za in proti nevtralnosti 
interneta.  
 
Drugi del magistrskega dela zajemajo izbrane države (Slovenija, Nizozemska, Brazilija, 
Čile, ZDA in EU). Vsem je skupno, da so z zakonom sprejele načelo nevtralnosti interneta. 
Predstavljena je zakonodaja, ki ureja to področje, in kdaj so le-to sprejeli ter opredelitev 
posamezne zakonodaje do sedmih obravnavanih kategorij posegov v nevtralnost 
interneta. 
 
Tretji del zajema primerjalna analiza zakonodaj s področja nevtralnosti interneta v 
obravnavanih državah oz. primerjava opredelitve posameznih držav do kategorij posegov 




2 INTERNET IN REGULACIJA 
Internet je temeljito spremenil način našega vsakdanjega življenja, saj je povsem 
revolucioniral svet računalništva in komuniciranja ter tudi druga področja, kot so npr. 
poslovanje, izobraževanje, zagotavljanje zdravstvenih storitev, politična participacija, 
upravljanje z energijo, zagotavljanje varnosti itd. Širokopasovni internetni dostop oz. 
visoko-hitrostni internet pomeni danes v razvitem svetu temelj za gospodarsko rast, 
ustvarjanje delovnih mest in globalno konkurenčnost (Zelnick & Zelnick, 2013, str. 2). 
 
Internet je multidisciplinarno orodje in primarno globalno omrežje za mednarodno 
komunikacijo ter mehanizem za razširjanje vseh vrst informacij. Nudi številne različne 
storitve, kot so elektronska pošta, brskanje po spletu, spletno nakupovanje, storitve vsak 
z vsakim (angleško peer-to-peer; v nadaljevanju P2P), pošiljanje podatkov, storitve 
internetne tehnologije (angleško: Voice over Internet Protocol; v nadaljevanju VoIP), 
branje elektronskega časopisa in gledanje televizije (Economides & Tag, 2012, str. 91). S 
svojo sofisticiranostjo nam torej omogoča najrazličnejše interakcije in sodelovanje med 
posamezniki ter tehnologijo, pri čemer pa ne obstaja nobena geografska ovira (Leiner, in 
drugi, 2009, str. 22). Internet nam tako rekoč omogoča vse, kar si zaželimo s katerekoli 
lokacije, naj si bo to preko prenosnega računalnika ali mobilnega telefona. 
2.1 ZGODOVINA INTERNETA 
Internet, za razliko od številnih izumov, kot so žarnica, telefon ali parna lokomotiva, nima 
le enega izumitelja, saj se je razvijal skozi daljše obdobje. Njegovi začetki segajo v 
petdeseta leta prejšnjega stoletja kot orožje Združenih držav Amerike v »hladni vojni«. 
Dogodek, ki je predstavljal povod za razvoj interneta, je bila izstrelitev sovjetskega satelita 
Sputnik, 4. oktobra 1957. Čeprav satelit v orbiti ni počel veliko, je v ZDA sprožil alarm, 
predvsem v glavah vodilnih mož. Američani so začeli znanost in tehnologijo dojemati 
resneje. Sledili so številni ukrepi - umestitev predmetov fizike in kemije v šole, investiranje 
korporacij v znanstvene raziskave in razvoj s pomočjo državne podpore, ustanovitev novih 
agencij, kot je npr. National Aeronautics and Space Administration (NASA), predvsem pa 
Advanced Research Project Agency (ARPA), katere namen je bil, pod okriljem Ministrstva 
za obrambo, razvoj naprednih tehnologij, kot so orožje, rakete in računalniki. 
Znanstvenike in vojaške strokovnjake je skrbelo predvsem to, kaj se utegne zgoditi v 
primeru sovjetskega napada na telefonski sistem. Le ena raketa bi namreč lahko uničila 
celotno omrežje, ki je omogočalo komunikacijo na dolgo razdaljo. Leta 1962 je Joseph 
Carl Robnett Licklider, ameriški računalniški strokovnjak in znanstvenik, zaposlen v ARPA 
(leta 1972 preimenovana v DARPA), predlagal rešitev tega problema. Zgraditi bi bilo 
potrebno »galaktično omrežje« računalnikov, ki bi se med seboj lahko pogovarjali. J.C.R. 
Licklider je imel vizijo, po kateri bi računalniki dosegli ves svoj potencial kot komunikacijski 
medij. Omenjena rešitev bi omogočila državnim voditeljem komunikacijo tudi v primeru, 
če bi Sovjeti uničili telefonski sistem (History, 2010). 
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Vse se je začelo, ko je 6. decembra 1967 Ministrstvo za obrambo objavilo 19.800 $ 
vredno pogodbo za namen preučevanja zasnove in specifikacij računalniškega omrežja. Iz 
štirimesečne študije je nastal ARPANET (Advanced Research Project Agency Network), iz 
katerega se je kasneje razvil internet (Congressional Digest, 2007). 
Ob enakem času kot J.C.R. Licklider je deloval tudi Paul Baran, ki je bil raziskovalec v 
podjetju RAND (Research and Development). Baran je sodeloval z U.S. Air Force in je 
delal na tajnem projektu, katerega namen je bila okrepitev telekomunikacijske 
infrastrukture, da bi preživela nuklearni napad. Del njegove rešitve je bilo tudi razdeljeno 
telekomunikacijsko omrežje oz. kasneje imenovana tehnika paketnega komunitiranja, 
namen katere je razdelitev sporočila na več kosov oz. paketov. Vsak paket se do 
naslovnika odpravi po katerikoli poti, ki je na voljo, in ko vsi paketi prispejo do cilja, se 
sestavijo ter tako tvorijo sporočilo. Omenjena tehnika je predstavljala ključni koncept za 
delovanje ARPANET, vendar zaradi tajnosti projekta zaposlenim v ARPA ni bil znan. Na 
veliko srečo pa so se s konceptom razdeljenega omrežja ukvarjali tudi drugi, neodvisni 
raziskovalci, kot sta npr. Donald Davies in Leonard Kleinrock (še navaja Congressional 
Digest). 
Do konca leta 1969 so bili v omrežje ARPANET povezani le štirje računalniki, vendar so že 
v prihodnjih letih omrežju pridružili tudi drugi računalniki z vseh koncev sveta. Dodana so 
bila omrežja havajske in londonske univerze ter omrežje Royal Radar Establishment na 
Norveškem. Povečevanje števila paketno komutiranih (packet switching) računalniških 
omrežij pa je pomenilo tudi vse težjo integracijo le-teh v globalni internet. Problem sta v 
naslednjih letih reševala Vinton Cerf in Bob Kahn, za mnoge tudi očeta interneta, saj sta 
predstavila t.i. protokol za nadzor prenosa (angleško: Transmission Control Protocol; 
kratica TCP). Kasneje je bil dodan še internetni protokol (angleško: Internet Protocol; 
kratica IP) in nastal je standard, na katerem temelji internet še danes – TCP/IP. 
Omenjeni protokol je transformiral internet v globalno omrežje, ki so ga v osemdesetih 
letih uporabljali predvsem raziskovalci in znanstveniki za pošiljanje podatkov iz enega 
računalnika na drugega. Proti koncu leta 1990 je sledila ponovna sprememba interneta, 
saj je programer Tim Berners-Lee predstavil svetovni splet (angleško: World Wide Web; 
kratica WWW), ki pa ni omogočal le pošiljanje podatkov, temveč je predstavljal tudi zbirko 
informacij, ki jih je lahko pridobil vsak, ki je bil povezan na internet. S tem je internet 
postal dostopen vsakomur, kar je vodilo v porast njegovih uporabnikov, spletnih strani in 
razvoj raznih oblik elektronskega poslovanja, še opisuje History. 
2.2 ODPRTOST INTERNETA 
Medmrežje je bilo zgrajeno okoli ideje odprtosti. Internet bi naj dovolil ljudem svobodno 
ter prosto povezovanje in izmenjavo informacij, v kolikor so te informacije in storitve 
legalne (The Times of India, 2014). Odprti internet dovoljuje uporabniku interneta, da le-
ta dostopa do internetnih vsebin, aplikacij in storitev po njegovi izbiri (European 
Commission, 2015a). Pomeni torej, da lahko gre potrošnik na internetu kamorkoli želi in 
kadar hoče, pa navaja ameriška Zvezna komisija za komunikacije oz. Federal 
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Communications Commission (kratica FCC) o svoji definiciji odprtosti. Odprtost interneta 
pogosto vsebuje tudi ideje o nevtralnosti interneta,o odprtih standardih, transparentnosti 
itd., zato se pojma odprtost in nevtralnost interneta velikokrat povezujeta (Silcock, 2015). 
 
Internet Society (2013, str. 2-8), eden izmed organov internetne standardizacije, navaja, 
da internet temelji na načelih odprtosti. To so: 
- odprti globalni standardi za inovacije, 
- odprta komunikacija za vse, 
- odprtost za gospodarski napredek preko inovacij, 
- odprtost za vključitev v upravljanje interneta večjega števila zainteresiranih skupin. 
 
Internet temelji na načelih in modelih, katerih primarni namen je zagotavljanje trajnostne 
tehnične interoperabilnosti, skupnega razvoja ter transparentnosti. Načela tvorijo in 
vzpostavljajo skupno, interoperabilno in dostopno okolje, ki spodbuja možnost 
potrošnikove izbire, celovito povezovanje, utrjevanje pravice do izražanja ter omogočanje 
končnim uporabnikom napredek pri njihovih družbenih in ekonomskih ciljih. Ti ključni 
elementi so nujno potrebni za ohranitev vseh prednosti interneta. 
 
Oblike odprtosti so medsebojno odvisne, zato jih je pri odprtosti interneta potrebno 
obravnavati skupaj, saj lahko le v celoti tvorijo učinkovit in uspešen krog, kar tudi 
prikazuje slika 1. Tehnična, ekonomska (gospodarska), družbena in politična dimenzija 
interneta so med seboj tesno prepletene in povezane. Odprti globalni standardi 
zagotavljajo izhodišče za brezmejno trgovino in interoperabilno gospodarstvo, ki spodbuja 
inovacije. Le-te pa, odvisno od uporabnikovih sposobnostih za prosto in odprto 
ustvarjanje, deljenje in izmenjavo informacij in idej, krepijo temelje odprte družbe. Tako 
gospodarski kot tudi družbeni napredek pa se ohranja z odprtim upravljanjem s strani 
interesnih skupin ter s sposobnostjo svobodnega inoviranja.  
 
Slika 1: Krog odprtosti interneta 
 
Vir: Internet Society (2013, str. 3) 
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2.2.1 ODPRTI GLOBALNI STANDARDI 
Kot že omenjeno, internet temelji na odprtih in globalno dostopnih in veljavnih standardih, 
ki so razviti v skladu s petimi temeljnimi načeli. Ta načela tvorijo osnovo t.i. OpenStand, 
paradigme, ki je sprejeta s strani vodilnih organov internetne standardizacije (npr. IETF, 
ISOC, IESG, IAB, W3C, ANSI, ISO), hkrati pa ponujajo konkretnejši vpogled v proces in 
filozofijo, ki se skriva za razvojem internetnih standardov. 
 
Ta načela so: 
- medsebojno sodelovanje organizacij internetne standardizacije, 
- upoštevanje predpisanih postopkov, konsenz, transparentnost, ravnotežje ter 
odprtost v razvoju standardov, 
- zavzemanje za tehnične prednosti, konkurenčnost, inovacije, interoperabilnost ter 
ostale koristi za človeštvo, 
- razpoložljivost in dostopnost standardov za vse, 
- prostovoljno sprejetje. 
 
Ta načela niso omejena zgolj na proces razvoja standardizacije, temveč ponujajo tudi 
podlago za razumevanje, kako se odprtost uporablja, prav tako pa se lahko integrirajo v 
internetno družbeno, politično in gospodarsko sfero. V tem kontekstu mora biti odprtost 
razumljena tako, da vsebuje: odločanje z občutkom enakosti in pravičnosti, iskanje 
konsenza oz. soglasja, transparentnost v postopku, ravnotežje med stališči in interesi ter 
možnost za sodelovanje in prispevanje k razvoju standardov ali odločitev vseh 
zainteresiranih strani. 
2.2.2 ODPRTA KOMUNIKACIJA ZA VSE 
Rečemo lahko, da internet spodbuja temeljne pravice in načela ter se v mnogih pogledih 
izkaže kot učinkovito orodje, ki pripomore k spodbujanju bolj odprte družbe. V nekaterih 
delih sveta je internet spodbudil družbeni razvoj, dostop do informacij in deljenje le-teh, 
okrepil spletno kulturo ter omogočil široko paleto novih storitev, ki temeljijo na internetu 
(npr. e-učenje, e-zdravje in e-upravo). 
 
Čeprav arhitekti interneta le-tega niso namerno ustvarili kot orodje za spodbujanje in 
širjenje človekovih pravic ter njihov napredek, pa načela, ki so jih vanj vgradili, to vseeno 
omogočajo. Možnost hitre in svobodne izmenjave informacij na internetu je pomenila, da 
se je omrežje vse bolj uporabljajo kot orodje za spodbujanje transparentnejše in 
odprtejše družbe. Kadar je internet neomejen in široko dostopen, omogoča uporabnikom 
iskanje, prejemanje in širjenje informacij ter idej, ne glede na meje in na načine, kot to ni 
bilo možno nikoli poprej. S tem je internet pokazal svoj potencial, da postane ključni 
element v uresničevanju ideje o svobodi do mnenja in izražanja, kar je bilo zapisano v 19. 
členu Splošne deklaracije človekovih pravic že leta 1948. Zahvaljujoč internetu lahko 
ljudje v številnih krajih po svetu uporabljajo elektronske storitve, ki jih potrebujejo, ali 
9 
 
delijo vsebino, ki jo ustvarijo. In ravno zaradi te možnosti, ki jo internet daje ljudem, le-ta 
v veliki meri prispeva k uresničevanju že prej omenjene ideje iz SDČP. 
 
Že v začetku so tvorniki interneta razumeli, da v kolikor ne bodo obstajali globalno sprejeti 
in interoperabilni standardi, bo obstajal niz razdrobljenih in nekompatibilnih omrežij, ki 
bodo drug od drugega izolirana in nezmožna medsebojne komunikacije. Želja tehnične 
skupnosti je bila ustvariti učinkovit sistem komuniciranja, kar je pripeljalo do interneta, kot 
ga poznamo danes. 
 
Model odprtega interneta, kakršnega so ustvarili, ima prav tako potencial, da okrepi 
svobodo posameznikov; omogoča povezovanje in skupno ustvarjanje ljudi tako tehničnih 
kot družbenih sprememb skozi participacijo in soglasje. Nedvomno imajo naštete 
značilnosti pozitiven vpliv, vendar pa kljub temu za odprtost interneta obstajajo slabosti. 
Enaka tehnologija, ki omogoča in se uporablja za spodbujanje svobode izražanja, se lahko 
uporabi kot represivno sredstvo, kadar bi se to zdelo potrebno. Prekinitev dostopa do 
interneta, upočasnjevanje prometa, filtriranje spletnih strani in vsebine, nadzorovanje 
spletnih aktivnostih, vdori v zasebnost so le nekateri izmed ukrepov, ki ogrožajo delovanje 
interneta ter njegovo sposobnost spodbujanja in uveljavljanja temeljnih pravic. 
2.2.3 ODPRTOST ZA GOSPODARSKI NAPREDEK PREKO INOVACIJ 
Internet je izjemna platforma za ustvarjanje in razvoj novih poslovnih priložnosti ter 
širjenje obstoječih. Prav tako omogoča dinamičen pretok blaga in storitev, spodbuja 
konkurenco, vzdržuje prisotnost na trgu, hkrati pa je tudi navdih za nove poslovne 
modele. V zadnjem obdobju pa je po številnih študijah in raziskavah internet omogočil 
razvoj številnih novih delovnih mest ter posledično prispeval k višji gospodarski rasti. 
 
Jasno je torej, da je v sodobnem času najboljše rezultate gospodarske rasti mogoče 
doseči z odprtim in globalnim internetnim gospodarstvom. Odprt internet spodbuja 
inovacije podjetnikov in končnih uporabnikov ter omogoča malim podjetjem, da poslujejo 
na globalnem trgu po principu »od začetka do konca«. Možnost ponuditi izdelke 
neposredno na svetovni trg ustvarja nove poti za inovacije in sodelovanje. Internet prav 
tako spodbuja konkurenčnost, saj omogoča novim podjetjem na trgu, da uspejo, hkrati pa 
potrošniku ponuja širši izbor izdelkov in storitev po nižjih cenah in od različnih 
dobaviteljev. 
 
Da je lahko internet ključni element pri gospodarski rasti, mora le-ta biti učinkovito razvit 
v kontekstu konkurenčnih trgov, brez umetnih ovir in omejitev. Odprt internet predstavlja 
pospeševalnik za konkurenco, inovacije, krepitev položaja podjetja ter potrošnikov in 
pomoč za razvoj človeškega kapitala.  
 
Pomemben vidik internetnega gospodarstva predstavljajo pravno okolje, podpiranje 
ustvarjalnosti in inovacij ter spodbujanje poštenih nediskriminatornih konkurenčnih praks. 
Za odprto tehnologijo in razvoj internetnega gospodarstva so prav tako bistvene politike, 
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ki ohranjajo odprto okolje in podpirajo prost pretok informacij ob hkratnem varovanju 
zasebnosti. Bistvene so tudi raziskave, inovacije, širitev omrežja in preoblikovanje 
podjetništva. 
 
Na internetu uporabniki komunicirajo preko številnih posredniških storitev: od ponudnikov 
internetnih storitev, telekomunikacijskih operaterjev, plačilnih storitev, ponudnikov 
storitev v oblaku, elektronske pošte, iskalnikov, socialnih omrežjih vse do oglaševalcev. 
Internetni posredniki omogočajo torej komunikacijo, interakcijo in transakcijo med 
različnimi osebami na različne načine in preko različnih storitev, hkrati pa podpirajo večino 
sedanjega gospodarskega modela, ki je osnova številnih storitev, ki temeljijo na internetu. 
In ravno zaradi njihove velike vloge v internetnem ekosistemu morajo ti posredniki 
razmisliti o podpiranju načel odprtosti interneta, da bi s tem med drugim tudi spodbudili 
zaupanja vredne interakcije na internetnem omrežju.  
2.2.4 ODPRTOST ZA VKLJUČITEV VEČJEGA ŠTEVILA ZAINTERESIRANIH 
SKUPIN V UPRAVLJANJE INTERNETA 
Hitre družbene, ekonomske in tehnične inovacije, ki jih je omogočil internet, predstavljajo 
velik izziv za tradicionalne oblike upravljanja in vlogo države. Na primer: 
- S pojavom odprtega interneta se je močno spremenil nadzor s strani tradicionalnih 
telekomunikacijskih operaterjev. 
- Preoblikovala in spremenila se je družba v smislu novih možnostih za 
komuniciranje in deljenje informacij. 
- Ključna omrežna infrastruktura je bila omogočena s strani t.i. modela »od spodaj 
navzgor«. 
- Celotna industrijska panoga je pridobila ter bila izzvana z inovacijami in 
spremembami internetnih poslovnih modelov. 
 
Da bi se odprtost interneta ohranila, je potreben močan in vključujoč okvir. Ker so se 
tehnična vprašanja zakoreninila v družbo in ker imajo politične odločitve vpliv na 
tehnološki napredek, potrebujemo model, ki bo dovoljeval sodelovanje in izmenjavo 
informacij med akterji, ki imajo znanje in so strokovnjaki na različnih področjih. Ta model 
je zagotovljen s sodelovanjem zainteresiranih skupin – posebnim dogovorom, ki temelji na 
predpostavki, da vse zainteresirane skupine in akterji medsebojno sodelujejo, kar pa ni 
tako enostavno zagotoviti in omogočiti. 
 
Upravljanje interneta je prvič postala tema mednarodne in medvladne razprave v letu 
2003, in sicer v pripravljalnem postopku za konferenco Svetovnega vrha o informacijski 
družbi (angleško: Word Summit on the information Society; v nadaljevanju WSIS), ki jo 
podpirajo Združeni narodi. WSIS je potekal v dveh fazah – v Ženevi leta 2003 in v Tunisu 
leta 2005. Vlade, ki so bile soočene z zahtevnimi vprašanji glede upravljanja interneta, so 
se odločile, da ustanovijo delovno skupino, katere naloga bo, da preuči vse probleme in z 
definicijo opredeli t.i. upravljanje interneta. Novonastala Delovna skupina za upravljanje 
interneta (angleško: Working Group on Internet Governance; kratica WGIG) je uvedla 
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novo obliko sodelovanja med državami in nevladnimi organizacijami ter akterji. Prav tako 
je imela velik vpliv na potek dogodkov v drugi fazi leta 2005, ko je bil sprejet Akcijski 
načrt o informacijski družbi.  
 
Vse to je pokazalo na pomemben vpliv nevladnih akterjev, kar je pripeljalo tudi do 
spoznanja držav, da dovolijo vključujočo, transparentno in pregledno strukturo, v katero 
se lahko vgradijo konstruktivni prispevki in ideje - kar pa na koncu pripelje do bolj 
informirane debate ter potencialno boljših rezultatov. 
 
Na podlagi dobrih izkušenj z dialogom akterjev na Svetovnem vrhu o informacijski družbi 
so vlade sprejele predlog definicije upravljanja interneta, ki ga je predlagala Delovna 
skupina. Upravljanje interneta so definirali tako: upravljanje interneta pomeni razvoj in 
uporabo interneta s strani države, privatnega sektorja ter civilne družbe, in sicer s 
skupnimi načeli, normami, pravili, postopki odločanja ter programi, ki oblikujejo evolucijo 
in rabo interneta. 
 
Države so spoznale pomen pomembne vloge in strokovnega znanja vključenih 
zainteresiranih skupin, hkrati pa so sebi pripisovale vlogo političnega organa ter pravice in 
dolžnosti za vprašanja javnih politik na področju mednarodnega interneta. Države so se 
prav tako zavzemale za izboljšanje usklajevanja aktivnosti mednarodnih, medvladnih 
organizacij in drugih institucij, ki jih upravljanje interneta zadeva, ter za medsebojno 
izmenjavo informacij, hkrati pa tudi za to, da se sprejme model, v katerem sodeluje večje 
število zainteresiranih skupin tudi na drugih nivojih in področjih. 
 
Tuniška strategija (2005) je tako postala temeljni dokument glede razprave o upravljanju 
interneta, Svetovni vrh o informacijski družbi pa služi kot izhodišče tako za upravljanje 
interneta kot tudi za ostale, širše razprave o upravljanju.  
 
Od leta 2005 je vse več državnih ter meddržavnih procesov vključenih v eksperimentiranje 
po principu odprtega modela, v katerem sodeluje večje število zainteresiranih skupin. Npr. 
s strani WSIS je bil pod okriljem Združenih narodov ustanovljen t.i Forum o upravljanju 
interneta (angleško Internet Governance Forum; kratica IGF), katerega namen je 
združitev ljudi iz različnih interesnih skupin ter enakovredno razpravljanje o vprašanjih, 
povezanih z internetom. 
 
Za organizacije ter posameznike, ki jim za internet v prihodnosti ni vseeno, je pomembno, 
da prispevajo in sodelujejo na takšnih razpravah in srečanjih ter hkrati pripomorejo k 
učinkovitosti modela. Odprti procesi temeljijo na združevanju civilne družbe, podjetij, 
internetne tehnične skupnosti ter vlad oz. držav z namenom oblikovanja skupnega 
pristopa, ki bo ustrezal izzivom današnjega, kompleksnega sveta. 
 
Procesi in modeli več zainteresiranih skupin so bili prepoznani kot način zagotavljanja 
fleksibilnosti in prilagodljivosti, ki sta potrebni za razvoj pravočasne, razširljive ter 
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inovativne internetne politike. Vključenost, transparentnost in sodelovanje so temeljni 
stebri interneta, zato je potrebno za njih skrbeti, jih ohranjati ter nadgrajevati, saj se bo le 
tako ohranil odprt internet - odprtost ni zagotovljena, hkrati pa se ne sme jemati kot 
nekaj samoumevnega. Zavedati se je potrebno, da je lahko odprta tehnologija predmet 
zlorab in manipulacij, enaka tehnologija, ki je uporabljena za lažje izmenjavanje 
informacij, pa je lahko uporabljena in izkoriščena za namen represije ali nadzora. 
Vrednote kot so odprtost, svoboda izražanja, zasebnost in varnost, morajo biti zavarovane 
pred zlorabami in eden izmed mehanizmov so prav zainteresirane skupine, ki spodbujajo 
tehnične in politične rešitve za odpravo oz. obravnavo le-teh, še navaja Internet Society. 
2.3 UPRAVLJANJE INTERNETA 
Izraz »upravljanje interneta oz. internet governance« se je prvič pojavil v osemdesetih 
letih prejšnjega stoletja in se je uporabljal predvsem za opisovanje tehničnega aspekta 
delovanja in upravljanja interneta, kot so npr. imena domen, IP naslovi, protokoli in 
strežniki. Pojem »governance« je bil uporabljan zaradi ločevanja in razlikovanja z izrazom 
»government«, ki pomeni državo, vlado. Tehnološke inovacije, kot sta telegraf ali radio, 
so ob svojem pojavu bile takoj deležne številnih regulacij s strani države v obliki 
telekomunikacijskih zakonov in drugih pravnih aktov, medtem ko ob pojavu interneta s 
strani držav ni bilo nobenih aktivnostih. Potrebna regulacija je bila tako le tehnične narave 
in narejena s strani tehničnega osebja, ponudnikov in uporabnikov interneta. Takratna 
filozofija s strani pionirjev interneta je bila namreč ta, da ni potrebe po vključevanju 
države. Vsakršno vlogo države v oblikovanju in nastajanju kibernetičnega prostora so 
strokovnjaki namreč zavrnili (OSCE, 2007). Dave D. Clark (1992), računalniški strokovnjak 
iz MIT (Massachusetts Institute of Technology), je dejal: »Ne verjamemo v kralje, 
predsednike in volitve. Verjamemo v grobo soglasje, dejanski pristop in kodo.« 
 
Že omenjeni Tim Berners-Lee se z vmešavanjem države v internet prav tako ni strinjal. Bil 
je mnenja, da lahko družba deluje brez hierarhične birokratske države, vpletene na 
vsakem koraku in področju. Zavzemal se je za to, da družba sama najde pravila, ki bi 
omogočala, da ljudje uporabljajo internet v harmoniji. John Perry Barlow, ameriški poet in 
politični aktivist, je na to temo v letu 1996 napisal Deklaracijo kibernetične neodvisnosti, v 
kateri je opisal kibernetični prostor kot »nov dom uma, kjer država ni dobrodošla.« 
Obstajala je torej bojazen vmešavanja države v internet in prepričanje, da ko bo država 
začela izvajati kontrolo nad internetom, da se bodo omejile številne pravice in svoboda, 
predvsem pa svoboda izražanja in pravica do zasebnosti. Samoregulacija, vodenje s strani 
zasebnega sektorja in t.i. politika od spodaj navzgor so predstavljali ključne elemente 
interneta. Čeprav so bile raziskave in razvoj interneta financirane s strani ameriške vlade, 
je njena vloga v smislu regulacijskih aktivnostih ostala nevidna. Vlada je torej zgolj 
financirala projekte DARPA. In ravno odsotnost države oz. številnih zakonov je bil po 




2.4 REGULACIJA INTERNETA 
Če bi obstajali zakoni, ki bi upravljali internet, potem bi le-ti potrebovali edinstveno 
strukturo, ki bi bila kos globalni in delikatni naravi spleta. Mnogi trdijo, da se interneta 
sploh ne da regulirati, spet drugi pa pravijo, da ne le, da se ga ahko, temveč tudi, da že 
obstajajo pomembni pravni organi. Glede na to, da internet ni geografsko omejen, 
nacionalna zakonodaja velja le v posamezni državi. Obstajajo sicer določeni mednarodni 
sporazumi, vendar številni menijo, da se mora dovoliti, da se internet samoregulira kot 
lastna država (HG, 2016). 
2.4.1 MODELI REGULACIJE INTERNETA 
Poglavje je povzeto po Darlingtonu (2010,) kjer opisuje, da razen številnih držav, ki se 
poslužujejo stroge in očitne cenzure interneta (npr. Kitajska, Iran, Savdska Arabija), 
obstajajo štirje primarni modeli internetne regulacije. To so: zakoni, arhitektura, norme in 
trg. 
 
Pravo oz. zakoni so najbolj očitna oblika regulacije interneta. Različne države, 
mednarodne skupine, zainteresirane skupine ter drugi posamezniki se poskušajo spoprijeti 
z vprašanji, ki se nanašajo na uporabo interneta ter skušajo vplivati na implementacijo 
internetne zakonodaje. Takšna regulacijska področja so npr. igre na srečo, otroška 
pornografija, sovražni govor, goljufije, zasebnost. Pomanjkljivost takšnih zakonov je 
njihova geografska omejenost. Gre tudi za vprašanje o tem, kako naj bo internetna stran, 
ki gostuje v tujini, dostopna, pa je globalno skladna z vsemi zakoni na svetu, ki so si med 
seboj različni ter včasih tudi nasprotujoči? 
 
Arhitektura se nanaša na vprašanje, kako se informacije lahko in kako se ne morejo 
posredovati preko interneta. Gre za programsko opremo za filtriranje vsebine, požarne 
zidove, šifrirne programe ter osnovne strukture internetnih protokolov za prenos (npr. 
TCP/IP). Gre za zelo pomembno obliko regulacije interneta, saj se morajo številna druga 
področja nanašati na samo arhitekturo oz. se na njo sklicevati. 
 
Norme pomenijo način, kako ljudje komunicirajo med seboj. Tako kot družbene norme 
urejajo, kaj je oz. ni primerno v družbi, imajo takšne norme prav tako vpliv na obnašanje 
na internetu. Povedano z drugimi besedami - če morebiti odpovejo zakoni, ki urejajo 
določeno aktivnost, ki je omogočena z arhitekturo interneta, potem lahko prav norme 
omogočijo uporabnikom kontroliranje in nadzorovanje takšnih dejanj ali aktivnosti. Npr. 
številni spletni forumi omogočajo določenim uporabnikom urejanje oz. brisanje 
komentarjev ali pripomb, ki so morebiti žaljivi ali kako drugače neprimerni – in ravno to je 
oblika normativne regulacije. 
 
Regulacija trga nadzoruje številne vzorce vedenja na spletu, in sicer s pomočjo 
tradicionalnih ekonomskih načel ponudbe ter povpraševanja. Če je neka stvar 
nepriljubljena, bo posledično manjše povpraševanje, kar pa hitro vodi v neuspeh. Po drugi 
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strani pa morajo ob preveliki ponudbi konkurenti hitro najti način, s katerim se bodo 
razlikovali od drugih, saj bi v nasprotnem primeru ostali zakriti pred ostalo konkurenco. 
Vse to pomaga preprečevati različna oderuška ravnanja, spodbuja inovacije ter sili spletne 
strani k samoregulaciji, da bi obdržali stranke ter ostali uspešno delujoči. 
2.4.2 REGULATORNI PRISTOPI 
Če se v družbi sprejme, da je dostop do določene vsebine napačen in neprimeren, potem 
je na pristojnih institucijah, da sprejmejo ukrepe, ki to regulirajo. Obstaja pet osnovnih 
pristopov, ki se med seboj ne izključujejo, prav tako pa različne države uporabljajo oz. 




Kaj je sprejemljivo na internetu in kaj ne, določa ustava države, ki je torej glavni dejavnik 
v tem pristopu. Takšen pristop imajo v ZDA, kjer je padlo že veliko zakonov, ki so bili v 
nasprotju s Prvim amandmajem (svoboda izražanja). 
 
Pristop državnega nadzora 
 
Ta pristop uporabljajo države, ki verjamejo, da imajo pravico in odgovornost, da direktno 
posredujejo in izvajajo tehnično kontrolo nad vsebino, ki je dostopna s strani njihovih 
državljanov. Primer takšne države je Savdska Arabija, pri kateri morajo vsi internetni 
operaterji skozi centralno vozlišče, kjer državne oblasti blokirajo dostop do pornografskih 
spletnih strani in takšnih, ki vsebujejo protiverske vsebine oz. druge, za oblasti 
neprimerne vsebine. Na Kitajskem morajo vse t.i. internetne kavarne hraniti zgodovino 
obiskanih spletnih strani z namenom preprečevanja dostopa do pornografskih strani, do 





Pristop z zakonodajo določa, kaj je na internetu sprejemljivo in kaj ne. Država sprejme 
določen zakon, s katerim npr. opredeli pravice in dolžnosti uporabnikov na internetu, 





Pristop temelji na prostovoljnih pobudah s strani ponudnikov internetnih storitev. Gre za 
pristop, kjer se država z zakonom ali ustavo ne vmešava v internet. Tako so angleški 
operaterji v letu 1996 ustanovili organizacijo, imenovano Internet Watch Foundation, ki 




Pristop ocenjevanja in filtrirnih tehnik 
 
Pristop, v katerem so uporabniki (predvsem starši in učitelji) tisti, ki z uporabo namenske 
programske opreme onemogočajo oz. omejijo dostop do določenih spletnih strani. 
2.4.3 RAZLOGI ZA REGULACIJO IN PROTI REGULACIJI INTERNETA 
Obstajajo različni razlogi in mnenja, ali internet potrebuje regulacijo ali ne. Poglavje 
predstavlja v družbi pojavljajoče se nekatere argumente za oz. proti. 
2.4.3.1 Razlogi za regulacijo interneta 
Razširjenost in enostavna dostopnost do interneta oz. spleta sta le dva izmed dejavnikov, 
ki sta spodbudila formalno regulacijo tega komunikacijskega medija. Namreč, do spleta 
lahko dostopa vsak mladoleten otrok iz zasebnosti svoje sobe, tako ponoči kot podnevi. In 
ravno zaradi takšnih okoliščin je potrebno in nujno, da so določeni različni postopki, s 
katerimi se nadzoruje nelegalna vsebina na internetu, obstajati pa mora tudi mehanizem, 
ki končnemu uporabniku omogoča, da kontrolira vsebino, do katere dostopa. Prav tako pa 
internet ni nič drugačen kot npr. radio, televizija oz. telekomunikacije, ki so prav tako 
regulirane. Razlike seveda obstajajo, vseeno pa internet potrebuje lasten sistem 
regulacije. 
 
Enega izmed največjih problemov na spletu predstavlja otroška pornografija in spolno 
nadlegovanje otrok. Čeprav spletne strani, ki vsebujejo tovrstno vsebino, predstavljajo 
majhen delež, pa takšna vsebina vendarle vseeno obstaja. V večini primerov proizvodnja 
takšne vsebine vsebuje zlorabo otrok, v številnih primerih pa so zainteresirani uporabniki 
takšnih vsebin tudi sami sodelovali v zlorabah. Glede spolnega nadlegovanja prav tako 
obstajajo številni primeri, v katerih s pomočjo interneta odrasla oseba naveže stik z 
otrokom, mu pošilja fotografije, se dogovori za srečanje ipd. Vse to pa se ne more sprejeti 
kot cena za svobodo izražanja na spletu. V večini držav je posedovanje otroške 
pornografije kriminalno dejanje, pa naj bo to na spletu ali ne.  
 
Na spletu je velika količina pornografije vseh vrst. Številni otroci nehote do takšne vsebine 
tudi dostopajo, kar jih lahko tudi postavi v nelagoden in osramočen položaj. Spet druge 
spletne strani propagirajo različne ekstremistične poglede, pogosto rasistične narave. 
Čeprav je večina tovrstne vsebine legalne in dovoljene za dostop, pa številni ljudje, 
predvsem starši, učitelji in vsi, ki so odgovorni za otroke, želijo, da se takšna vsebine z 
dostopom omeji. Za takšne namene obstaja programska oprema, ki tovrstno vsebino 
filtrira in uporabniku ne dovoli dostopa do nje. V nekaterih pogledih se zdi, da je to oblika 
regulacije, kontrole ali celo cenzure, vendar je bistveno poudariti, da takšne tehnike 
filtriranja končnemu uporabniku omogočajo, da sam opredeli in izbere, na kakšno vsebino 
se omeji oz. onemogoči dostop. 
 
Kot že omenjeno, predstavlja internet močno orodje za širjenje informacij in vodenje 
poslovanja. Ampak kot pri vsaki drugi človeški dejavnosti obstajajo nekatere osebe, ki to 
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uporabljajo za zlonamerne dejavnosti, ki so v večini držav tudi ilegalne. Takšne aktivnosti 
so npr. zlorabe bančnih kartic in druge finančne prevare, pranje denarja, kraja avtorskih 
pravic, vdiranje (hacking), industrijsko vohunjenje, določene oblike iger na srečo, 
terorizem in kiber-terorizem, navodila za izdelavo bomb, prostitucija, uporaba drog in 
tihotapljenje le-teh, pomoč pri samomorih, poniževanje, spletno zalezovanje itd. Družba 
ima pravico, da je zaščitena v smislu izvajanja in izvrševanja zakona proti takšnim 
aktivnostim, ne le v realnem svetu, temveč tudi na spletu, in sicer v enaki meri.  
2.4.3.2 Razlogi proti regulaciji interneta 
Pravica do svobodnega izražanja mora biti absolutna pravica 
 
Kakršenkoli sistem nadzora vsebine na internetu predstavlja kršitev pravice posameznika 
do svobodnega izražanja. Omenjena pravica pa velja za absolutno, odsotnost ali 
omejevanje pravice pa predstavlja nepopravljivo škodo za svobodno civilno družbo. 
 
Ampak: Vse pravice morajo izpolnjevati določene zahteve, saj lahko absolutne pravice 
ogrožajo ostale. Neomejena pravica do svobodnega izražanja lahko tako ogroža pravice 
otrok do zaščite zoper zlorabo in nadlegovanjem ali pravice etničnih manjšin zoper rasno 
nasilje in zaznamovanje. 
 
Internet se razlikuje od ostalih telekomunikacijskih omrežij 
 
Internet ne potrebuje regulacije, ker se njegova uporaba razlikuje od uporabe ostalih 
telekomunikacijskih omrežij. Programi radia in televizije se predvajajo neodvisno od 
uporabnika istočasno v vseh domovih, medtem ko internet predstavlja interaktiven medij, 
ki potrebuje uporabnika, ki namensko išče oz. uporablja določene spletne strani in 
aplikacije. Prav tako pa je bila ob nastanku interneta sprejeta in spodbujena nova oblika 
svobode, odprtosti in eksperimentacije, zato morajo te vrednote ostati sestavni del 
interneta. 
 
Ampak: Danes se internet zelo razlikuje od tistega, kakršen je bil ob svojem začetku pred 
prihodom spleta in množično uporabo le-tega. Milijarde uporabnikov danes dostopajo do 
milijarde spletnih strani in v takšnih okoliščinah obstajajo vsebine in aktivnosti, ki 
potrebujejo nekakšno obliko regulacije. Ker sta radio in televizija množična medija, 
obstajajo številne omejitve glede predvajanja spolnosti in nasilja, zato so lahko starši v 
največji meri upravičeno prepričani, da se takšna vsebina ne bo predvajala pred večerom. 
V primeru interneta pa se lahko do takšne vsebine dostopa kadarkoli, namensko ali ne – 
že preproste besede v iskalniku oz. kakšne druge reklame in pojavna okna lahko nehote 
vodijo do pornografske vsebine.  
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Internet ne more biti reguliran zaradi svoje velikosti in globalnosti 
 
V primerjavi z drugimi omrežji je internetno preprosto ogromno, hitro rastoče in globalno 
v dobesednem pomenu. Zaradi teh okoliščin je nemogoče pričakovati, tudi če bi želeli, da 
bi bil internet reguliran. Računalniški programer John Gilmore je dejal, da »internet 
interpretira cenzuro kot škodo«. 
 
Ampak: Kljub temu, da je internet obsežen in globalen, to ne predstavlja dejstva, da 
nekaj ni mogoče. Tako kot pri vsaki regulaciji interneta pa je potrebno upoštevati kulturno 
občutljivost in globalno usklajenost. 
 
Postopki opozoril in izklopa spletnih strani so preveč restriktivni 
 
Postopki opozarjanja in izklopa spletnih strani so v številnih državah preveč restriktivni, 
kar vodi do tega, da ponudniki internetnih storitev igrajo na »varno karto«. To pomeni, da 
ponudniki izključijo vsebino, ki nikakor ni ilegalna, ampak le žaljiva določenemu delu npr. 
lokalne skupnosti.  
 
Ampak: Pristojni organi, internetne organizacije in civilna družba morajo ukrepati le, kadar 
se pojavijo ilegalne spletne strani oz. takšne, ki jasno kršijo zakone in pravila. V kolikor se 
v določenih državah izvaja kakršnokoli kaznovanje spletnih strani, ki npr. niso po godu le 
določenim ljudem (npr. vsebina z drugačno politično pripadnostjo ali vero), potem je 
nujno in pravilno, da so takšni državni režimi pod drobnogledom javnosti. 
 
Tehnike ocenjevanja in filtriranja so nepopolne 
 
Tehnike ocenjevanja (rating) spletnih strani ter filtrirna programska oprema niso popolne 
in dosledne, saj se velikokrat izključi dostop do spletnih strani, ki so primerne in koristne 
(npr. spletne strani za spolno vzgojo). 
 
Ampak: Programska oprema za filtriranje je iz dneva v dan bolj sofisticirana in občutljiva 
na vsebino. Vseeno pa je res, da je število ocenjenih oz. označenih spletnih strani majhno 
v primerjavi z vsemi, zato tudi filtrirna programska oprema ni popolna. Ravno zato pa se 
mora med uporabniki spodbuditi ocenjevanje spletnih strani ter izboljševanje filtrirne 
programske opreme. To navsezadnje tudi predstavlja argument za to, da se na takšne 
tehnike ne smemo preveč zanašati in jih moramo zamenjati za odgovorno starševstvo ter 
poučevanje. 
 
Otroke morajo ščititi starši ter učitelji in ne regulatorji 
 
Vloga države ni neposredno ali z regulacijami nadzorovati oz. kako drugače omejiti 
vsebino na internetu. Če otroci to potrebujejo, jim jo morajo tisti, ki so za njih odgovorni 
– starši, učitelji, skrbniki, in prav ti morajo nadzorovati, do česa dostopajo na spletu. 
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Ampak: Preprosto ni mogoče, da bi tisti, ki so odgovorni za otroke, nudili tovrstno 
kontrolo nad njimi. V določeni meri že, vendar ne popolnoma. Tehnologija je danes že 
tako napredna, da tega ni mogoče pričakovati. Osebni in prenosni računalniki, tablice, 
mobilni telefoni, igralne konzole in še nekatere naprave so dostopne v skoraj vsakem 
domu, v šoli ali knjižnici. Otroci imajo dostop do spleta omogočen tudi iz zavetja svoje 
sobe oz. drugih prostorov, zato jih starši ne morejo spremljati cel dan, kar je seveda 
razumljivo, saj potrebujejo tudi oni svojo zasebnost. V razredih pa je veliko učencev in 
učitelj ne more naenkrat spremljati vseh. Starši in učitelji morajo tako poskrbeti za 
odgovorno uporabo naprav in interneta z učenjem in izobraževanjem, medtem pa morajo 
biti podprti s strani drugih organov; zlasti kar se tiče onemogočanja ilegalnih spletnih 
strani oz. s filtriranjem neprimerne vsebine, še zatrjuje Darlington. 
2.4.4 PODROČJA REGULACIJE INTERNETA 
Število uporabnikov interneta se povečuje iz dneva v dan. V letu 1993 je delež vseh 
internetnih uporabnikov predstavljal 0,3% takratne svetovne populacije. Danes ta delež 
znaša več kot 40%. Prva milijarda uporabnikov je bila dosežena v letu 2005, druga 5 let 
kasneje, torej leta 2010, tretja milijarda pa v letu 2014. V letu 1993 je bilo 130 spletnih 
strani, 21 let pozneje, leta 2014, jih je bilo 1 milijarda, čeprav pa je večina teh neaktivnih 
oz. obstaja le zakupljena domena (Internet live stats, 2016). 
 
Hiter porast števila uporabnikov interneta ter število spletnih strani je botrovalo k temu, 
da se klasična zakonodaja preseli tudi na internet. Danes so številna področja, ki so 
povezana z internetom, urejena z nacionalnimi zakonodajami, predpisi oz. drugimi 
pravnimi akti, po drugi strani pa obstajajo tudi številna področja, ki z zakonodajo niso 
najbolj urejena. Poglavje opisuje nekatera področja na internetu, ki so tako ali drugače 
povezana z regulacijo interneta. 
2.4.4.1 Svoboda govora na internetu 
Medtem ko v ustavi ZDA obstaja t.i. Prvi amandma (First Amendment), ki državljanom 
zagotavlja pravico do svobode govora, obstajajo drugod po svetu številne države, ki tega 
nimajo zagotovljenega. In ravno internet je omogočil ljudem, ki živijo v takšnih 
represivnih državah, kjer svoboda govora ni pravica, da se s pomočjo le-tega (in številnih 
namenskih programov, ki zagotavljajo anonimnost) sliši njihov glas, mnenja, pripombe, 
kritike itd. In ravno internet je ponekod vsaj delen razlog za to, da so se ustanovila 
številna politična gibanja, ki želijo večjo ter boljšo dostopnost in enakost – kot je npr. 
arabska pomlad (Arab Spring). 
 
Seveda pa vse to vodi k neizogibnemu protiudarcu s strani države v obliki internetne 
cenzure. Tu prevladuje Kitajska, ki je pri svojih dejanjih in prizadevanjih za filtriranje in 
cenzuriranje nezaželenih delov interneta svojim državljanom, zelo neomajna. Poleg 
Kitajske so takšne države tudi npr. Singapur, Iran, Savdska Arabija, Tunizija (HG, 2016). 
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2.4.4.2 Zasebnost na internetu in zbiranje podatkov 
Safe (2016a), točka osveščanja o varni rabi interneta, poroča, da skoraj nobena aktivnost 
na spletu ne zagotavlja in ne omogoča popolne zasebnosti uporabnika, saj se pri spletnem 
brskanju pušča sledi. Že sam IP naslov omogoča spletni strani, da ugotovi geografsko 
lokacijo, od koder se do nje dostopa (Privacy Rights Clearinghouse, 2016). Podatki se med 
drugim zbirajo tudi s pomočjo t.i. piškotkov (cookies). Piškotek je datoteka, ki se dodeli 
posameznemu računalniku, ko vstopi na posamezno spletno stran in si ob naslednjem 
obisku tudi zapomni določene nastavitve uporabnika te spletne strani (npr. uporabniško 
ime), še nadalje navaja Safe (2016a). Obstaja več vrst piškotkov, ki imajo različne 
namene, npr. za shranjevanje izdelkov v spletnem nakupovalnem vozičku, za večjo 
varnost v spletni banki (začasni ali sejni piškotki – seassion cookies); shranjevanje 
informacij o registraciji, analiziranje prometa na spletni strani (trajni ali shranjeni piškotki 
– persistent cookies); lastni piškotki (1st party cookies) so namenjeni za npr. shranjevanje 
informacij, ki jih bo spletna stran ponovno uporabila, ko bo določen uporabnik ponovno 
obiskal njihovo spletno stran; drugi piškotki (3rd party cookies) pa izvirajo iz drugih 
spletnih strani in npr. prikazujejo oglase. Tretje strani tovrstne uporabniške podatke 
uporabljajo za različne namene, kot so oglaševanje, analitika ter pomoč pri izboljšavi 
svojih storitev in produktov. Pri tovrstnih piškotkih gre za večji poseg v uporabnikovo 
zasebnosti na internetu (MOSS, 2016). 
 
V Sloveniji piškotke natančneje opredeljuje Zakon o elektronskih komunikacijah (ZEKom-
1), in sicer v 157. členu, ki med drugim določa, da je shranjevanje in pridobivanje dostopa 
do podatkov dovoljeno pod pogojem, da uporabnik to dovoli in v to tudi privoli ter je 
hkrati obveščen o namenu obdelave takšnih podatkov. 
2.4.4.3 Intelektualna lastnina in internet 
Internet je brez dvoma ustvaril številna resna vprašanja na področju intelektualne lastnine 
ter varstvu le-te. Pred globalno razširjenostjo interneta ter pred razpoložljivostjo odprte 
programske opreme je bilo veliko težje ukrasti delo nekoga drugega. Že res, da so ljudje 
kopirali glasbene albume na kasete, prepisovali knjige in druga dela z namenom pridobiti 
boljšo oceno v šoli, vendar vseeno ta pojav ni bil tako razširjen kot danes, prav tako pa v 
večini primerov ni bil namenjen ustvarjanju dobička. Danes bi lahko rekli, da je kraja na 
internetu nekaj vsakdanjega. 
 
Internetni uporabniki prenašajo glasbo, filme in kopirajo najrazličnejšo vsebino. Tega 
večina ljudi niti ne počne namenoma oz. predvidevajo, da ker to lahko naredijo preko 
interneta, da je tudi zastonj in dovoljeno. Splošna miselnost je, da so vse informacije, 
grafike, slike, besedila, izvorne kode prosto dostopne in lahko z njimi delajo, kar želijo. 
Čeprav se to marsikomu zdi v redu, pa vseeno ni legalno (Interparty, 2016). 
 
Avtorji najrazličnejših del, objavljenih na internetu oz. dostopnih preko interneta, imajo 
določene pravice, kot jih imajo npr. avtorji knjig v fizični obliki. Intelektualna lastnina je 
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najdena skoraj povsod – knjige, filmi, posnetki, glasba, programi itd. Pojem zajema 
številna področja, kot so avtorske pravice, patenti, blagovne znamke, dizajn, poslovne 
skrivnosti, imena domen idr. (ICC, 2016). 
2.4.4.4 Spletno ustrahovanje 
Spletno ustrahovanje oz. cyberbullying pomeni ustrahovanje, ki se dogaja na spletu oz. 
poteka s pomočjo tehnologije, kot so npr. mobilni telefoni, računalniki, tablice in ostala 
komunikacijska orodja. Gre torej za ustrahovanje preko družbenih omrežij, tekstovnih 
sporočil, klepetalnic in spletnih strani (HHS, 2016). David Fagan (Kaspersky, 2015) 
definira pojem kot uporabo neprimernega načina vedenja, moči ali vpliva, posredno ali 
neposredno, ustno, pisno, fizično ali virtualno z uporabo slik, simbolov oz. kako drugače, z 
namenom ustrahovati, mučiti, groziti, nadlegovati ali osramotiti nekoga drugega z 
uporabo sodobnih tehnologij. Spletno ustrahovanje zajema pošiljanje zlobnih sporočil ali 
elektronske pošte, širjenje govoric ali objavljanje le-teh na družbenih omrežjih, širjenje in 
objavljanje neprijetnih slik, video posnetkov ali lažnih profilov. 
 
Kot vse na internetu lahko tudi spletno ustrahovanje poteka 24 ur na dan, 7 dni v tednu 
in lahko doseže vsakega otroka kadarkoli in kjerkoli. Pri tem so sporočila spletnega 
ustrahovanja lahko objavljena povsem anonimno, vsebina pa se med uporabnike lahko 
razširi zelo hitro in tako zajame kar se da velik krog občinstva. To pa pomeni, da je vir 
zelo težko izslediti. Problem pa je tudi v tem, da je takšno vsebino skoraj nemogoče 
popolnoma izbrisati z interneta, še opisuje HHS. 
 
Do januarja 2015 je v ZDA 49 zveznih držav (od 50 – z izjemo Montane) sprejelo 
zakonodajo za preprečevanje ustrahovanja. Vse te zakonodaje zahtevajo od 
izobraževalnih ustanov (šole), da v njih izvajajo politiko, ki se bo ukvarjala s takšnih 
ustrahovanjem. Pri večini izmed teh šol se politika ustrahovanja nanaša tudi na spletno 
ustrahovanje. Nekaj zveznih držav je tudi uradno kriminaliziralo spletno ustrahovanje, kar 
pomeni, da so za taka dejanja določene kazenske sankcije, kot je npr. denarna kazen in 
celo zapor. Poleg tega številna vedenja spletnega ustrahovanja že sodijo v obstoječo 
kazensko zakonodajo (npr. nadlegovanje, zalezovanje, obrekovanje, razžalitev, žaljiva 
obdolžitev, opravljanje). Med drugim pa večina spletnega ustrahovanja (npr. manjše 
zbadanje) ne zahteva formalne oz. pravne intervencije in posredovanja. Tako kot pri 
tradicionalnem ustrahovanju tudi spletno ustrahovanje zajema širok nabor načinov 
takšnega vedenja in sega vse od izoliranih, nepomembnih ter neškodljivih incidentov pa 
vse do takšnih, ki povzročajo resne ter trajne muke. Problem je, ker je težko določiti 
mejo, od katere naprej takšno vedenje postane nekaj, kar se mora obravnavati na sodišču 
(Hinduja & Patchin, 2015, str. 1). 
2.4.4.5 Kiber-terorizem 
Internet in razvoj tehnologije sta omogočila, da se je razvila nova kriminalna aktivnost, s 
katero se morajo ukvarjati organi pregona. Gre za t.i. kiber-terorizem, kibernetske 
grožnje, ki združujejo uničevanje fizične ali virtualne lastnine ter finančni kriminal, 
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propagando, gospodarske konflikte in možnost poškodovanja nedolžnih oseb. Gre torej za 
kriminalne aktivnosti, ki potekajo s pomočjo sodobne tehnologije (računalnik, internet) 
(Terrorism Research, 2016). 
2.4.4.6 Pornografija 
V številnih državah sveta je ustvarjanje, posredovanje in pošiljanje vsebine z otroško 
pornografijo nezakonito in kaznovano z zaporno kaznijo (ICMEC, 2016). 
 
Pornografija, ki vključuje polnoletne osebe, je v Sloveniji dovoljena, omejitev je le, da 
lahko do tovrstne vsebine dostopajo osebe, starejše od 15 let oz. kot določa 176. člen KZ, 
»kdor osebi, mlajši od petnajst let, proda, prikaže ali z javnim razstavljanjem ali kako 
drugače omogoči, da so ji dostopni spisi, slike, avdiovizualni ali drugi predmeti 
pornografske vsebine, ali ji pokaže pornografsko ali drugačno seksualno predstavo, se 
kaznuje z denarno kaznijo ali zaporom do dveh let.« (KZ-1, 176. člen). 
2.4.4.7 Spletne goljufije 
Internet je omogočil in ustvaril številne priložnosti za najrazličnejše potegavščine, prevare 
oz. goljufije. Spletne goljufije so danes zelo pogoste in razširjene, saj jih lahko 
vsakodnevno najdemo in zasledimo oz. smo tarča goljufa kar sami. Takšne ali drugačne 
goljufije lahko zasledimo preko elektronske pošte, družbenih omrežjih, preko pojavnih 
oken kot tudi klicev po telefonu, kjer se sogovornik predstavi kot npr. Microsoftov 
uslužbenec in od nas zahteva, da obiščemo določeno spletno stran, saj se nam bo v 
nasprotnem primeru npr. pokvaril računalnik. Goljufi so čedalje bolj iznajdljivi, zato jim 
marsikateri uporabnik tudi nasede, prav tako pa je tovrstne goljufe težko izslediti, saj 
prihajajo s celega sveta ter pri tem številni uporabljajo tudi programsko opremo, ki zakrije 
njihove internetne sledi. Slovenska zakonodaja spletnih goljufij ne opredeljuje posebej, so 
pa zajete že v osnovnem pojmu goljufije, ki jo opredeljuje 217. člen Kazenskega zakonika. 
2.4.4.8 Sovražni govor 
Pojem sovražni govor pomeni izražanje diskriminatornih idej oz. mnenj. Ideje ali mnenja 
so npr. rasistična, homofobična, ksenofobična in so namenjena različnim manjšinam – 
verskim, narodnim, kulturnim ipd. Temelj sovražnega govora je v prepričanju, da so 
določeni ljudje manj vredni zaradi npr. njihove narodnosti, rase, vere, spolne usmerjenosti 
itd. (Safe, 2016b). Slovenska zakonodaja sicer ne definira natančno samega pojma 
sovražni govor, vendar vseeno najdemo njegovo podlago v 297. členu Kazenskega 
zakonika, kjer je zagrožena zaporna kazen do dveh let za tiste, ki javno spodbujajo oz. 
razpihujejo sovraštvo, nasilje oz. nestrpnost, zlasti proti že prej omenjenim manjšinam oz. 
proti katerim drugim osebam zaradi njihovega npr. družbenega položaja, izobrazbe, 
premoženjskega stanja. 
 
Ker so v Sloveniji kriteriji, po katerih se kazensko preganja sporni govor, visoko 
postavljeni, je takšnih primerov, v katerih je sovražni govor prepoznan kot kaznivo 
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dejanje, malo. Največ sovražnega govora na spletu je mogoče najti na forumih, izstopajo 
pa predvsem komentarji, ki so objavljeni pod različnimi spletnimi novicami (Safe, 2016b). 
 
Za zmanjšanje sovražnega govora si v Sloveniji prizadeva institucija civilne družbe, 
Spletno oko, ki deluje pod okriljem Centra za varnejši internet. Svoje prizadevanje za 
zmanjšanje sovražnega govora izkazujejo tudi s Kodeksom regulacije sovražnega govora 
na slovenskih spletnih portalih, ki so ga podpisali tudi številni slovenski mediji (Vukelić, 
Petančič & Merljak, 2015). S kodeksom se mediji med drugim zavezujejo k ostrejšemu 
nadzoru nad uporabniki oz. komentarji pod njihovimi novicami. Skrbniki spletnih vsebin 
oz. komentarjev (moderatorji) tako odstranjujejo oz. brišejo neprimerne komentarje oz. 
blokirajo dostop uporabnikom, ki uporabljajo sovražni govor. Spletno oko pa prav tako 
omogoča anonimno prijavo nezakonitih spletnih vsebin, ki poleg sovražnega govora 
vsebujejo tudi npr. spolne zlorabe otrok (Safe, 2013) 
 
Slika 2: Kako poteka prijava uporabniku sporne vsebine na portalu Spletno oko? 
 
Vir: Safe (2016c) 
 
Slika 2 prikazuje potek prijave uporabniku sporne in domnevno nezakonite vsebine preko 
portala Spletno oko, kjer lahko razberemo, kateri organi so v postopek odkrivanja takšne 
vsebine vključeni oz. vpleteni. Le-ti se razlikujejo, če gre za vsebino, ki gostuje na 
domačih strežnikih ali pa na strežnikih, ki so locirani v tujini. 
2.4.4.9 Spletne igre na srečo 
Pod pojmom spletne igre na srečo razumemo številne igre, pri katerih ima udeleženec 
možnost zadeti oz. si priigrati določen dobitek, ki je v večini primerov denar. Takšne igre 
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so npr. loterije, kvizi, tombole, športne napovedi in stave in ostale igre, ki jih po navadi 
najdemo tudi v različnih igralnicah (rulete, igralni avtomati) (Loterija Slovenije, 2016). 
 
Slovenska zakonodaja opredeljuje spletno igro kot igro na srečo, ki se deloma ali v celoti 
prireja na informacijskem sistemu koncesionarja in se je lahko igralec udeleži preko 
interneta ali drugega telekomunikacijskega sredstva (Pravilnik o prirejanju iger na srečo 
preko interneta oziroma drugih telekomunikacijskih sredstev, 2. člen). 
 
Podobno kot pri ostalih področjih, ki zadevajo internet, tudi pri igrah na srečo ne obstaja 
enotna mednarodna zakonodaja, temveč je regulacija tega področja odvisna od 
posameznih držav. Igre na srečo in z njimi povezana pravna vprašanja v državah tako 
urejajo zakoni, ki v določeni državi tudi veljajo. 
 
V Sloveniji tovrstne igre ureja Zakon o igrah na srečo, ki med drugim določa, da lahko igre 
na srečo po internetu oz. drugih telekomunikacijskih sredstvih prirejajo le gospodarske 
družbe, ki imajo koncesijo za trajno prirejanje iger srečo ter imajo v koncesijski pogodbi 
določeno, katero igro na srečo bodo izvajali na spletu. Nadalje je z zakonom določeno 
tudi, da se lahko omeji dostop do takšnih spletnih strani, v kolikor se zavezancu prepove 
prirejati igre na srečo (ZIS, 3.a člen in 107.a člen). Spletne igre na srečo ureja tudi 
Pravilnik o prirejanju iger na srečo preko interneta oziroma drugih telekomunikacijskih 
sredstev, ki podrobneje opredeljuje npr. dolžnosti koncesionarja pri izvajanju iger na 
srečo, pogoje, ki jih mora zagotavljati spletni igralni sistem, dovoljeno starost igralca oz. 
udeleženca spletnih iger na srečo itd. 
2.4.4.10 Dostop do interneta 
Že leta 2000 je estonski parlament sprejel zakon, s katerim je internet postal temeljna 
človekova pravica vseh državljanov. Francoski ustavni svet je razglasil dostop do interneta 
kot temeljno pravico v letu 2009, ustavno sodišče Kostarike je podobno odločitev sprejelo 
leto kasneje. Še korak dalje so šli na Finskem (United Nations, 2011, str. 18). »Internet 
igra pomembno vlogo v vsakdanjem življenju številnih ljudi, saj poleg zabave ponuja tudi 
številne druge storitve in možnosti,« je dejala Suvi Linden, takratna ministrica za 
komunikacije, ko je postal dostop do interneta s 1. julijem 2010 zakonska pravica za 
finske državljane. Finska je tako prva država na svetu, ki je z zakonom omogočila pravico 
do internetnega dostopa. Telekomunikacijski operaterji so z omenjenim datumom bili tako 
dolžni zagotoviti Fincem možnost dostopa z minimalno hitrostjo 1Mbps (BBC, 2010).  
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3 NEVTRALNOST INTERNETA 
Nevtralnost interneta, načelo o nevtralnosti interneta, internet neutrality, net neutrality -
besedne zveze z istim pomenom, ki se v zadnjih letih vse bolj pojavljajo v naši družbi – 
predvsem pa o tem čedalje več beremo v naših medijih. Kljub aktualnosti pa se marsikdo 
niti ne zaveda pomena tega pojma ali pa niti ne ve, da obstaja. 
3.1 OPREDELITEV NEVTRALNOSTI INTERNETA 
Pojem nevtralnost interneta ne pozna enotne, splošno sprejete definicije. Številni avtorji 
pojem različno definirajo. Tim Wu, profesor na ameriški univerzi Columbia, definira 
nevtralnost interneta kot načelo načrtovanja omrežja. Ideja načela je, da se vse javno 
dostopne informacije na spletu obravnavajo enako, in sicer ne glede na vsebino, spletno 
stran ali platformo. To dovoljuje omrežju, da prenaša vse oblike informacij in podpira vse 
vrste aplikacij (Wu, 2015). Lawrence Lessig, ameriški univerzitetni profesor, politični 
aktivist in zagovornik nevtralnosti interneta, pravi, da se mora vsa vsebina na internetu 
obravnavati enako ter se po omrežju prenašati z enako hitrostjo (Zelnick & Zelnick, 2013, 
str. 9). Krämer, Wiewiorra in Weinhardt (2012, str. 4) nevtralnost interneta opredeljujejo 
po strogi definiciji, ki je bila sprejeta s strani številnih skupin, ki se borijo za pravice 
potrošnikov. Definicija pravi, da nevtralnost interneta prepoveduje ponudnikom 
internetnih storitev pospeševanje, upočasnjevanje ali blokiranje internetnega prometa ne 
glede na njegov izvor, lastništvo ali cilj. Hahn in Wallsten (2006, str. 1) pravita, da 
nevtralnost interneta pomeni, da ponudnik internetnih storitev uporabniku za dostop do 
interneta zaračuna le enkrat. Pri tem pa ne favorizira nobenega ponudnika spletne (oz. 
katerekoli druge internetne) vsebine, prav tako pa tem ponudnikom ne zaračuna za 
pošiljanje informacij končnim uporabnikom. 
 
Številni avtorji so že izpostavili pomanjkanje natančne in splošno sprejete definicije kot 
glavni problem pri tematiki o nevtralnosti interneta, na kar so opozoril tudi Turilli, Vaccaro 
in Taddeo (2012, str. 139). Nevtralnost interneta so definirali kot načelo, ki predpisuje 
delno ali popolno odsotnost razlikovanja in pri tem ohranja in spodbuja poštenost 
interneta. 
 
Ker obstaja več definicij nevtralnosti interneta, ki sicer kažejo določene podobnosti, 
vendar po mojem mnenju nobena izmed njih ne zajame celotne slike tega pojma, je 
potrebno opredeliti enotno in splošno sprejeto definicijo. Če povzamem vse navedene 
definicije, potem nevtralnost interneta pomeni (ob kumulativnem izpolnjevanju vseh 3 
navedenih pogojev): 
- enako obravnavano vseh podatkov na spletu, ne glede na vsebino, obliko, lokacijo 
ali napravo, preko katere dostopamo, 
- prepoved upočasnjevanja, pospeševanja in blokiranja internetnega prometa s 
strani ponudnikov internetnih storitev, 
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- prepoved dodatnega zaračunavanja s strani ponudnikov internetnih storitev v 
smislu favoriziranja ponudnikov vsebin in dostopa do javnih spletnih vsebin. 
 
Načelo nevtralnosti interneta prav tako onemogoča ISP-jem, da bi imeli moč oblikovati 
internetni promet, s čimer bi si lahko pridobili dodatne koristi. Npr. ISP bi začel 
zaračunavati podjetjem za storitve, kot sta npr. YouTube in Netflix, ker takšne strani 
porabijo več pasovne širine (bandwidth) kot običajne, tekstovne spletne strani. ISP bi 
lahko podjetjem tudi zaračunal, da bi se njihove spletne strani odpirale hitreje. Dostop do 
teh spletnih strani bi bil mnogo hitrejši kot pri straneh npr. manjših podjetij (startup), ki si 
takšnega dodatnega stroška ne bi mogla privoščiti. Vse to bi tudi zaviralo inovacije in 
onemogočalo napredek. Brez nevtralnosti bi bil internet v drugačen, kot ga poznamo 
danes. Namesto prostega dostopa bi lahko obstajali različni internetni paketi za 
potrošnike. Npr. ob plačilu določenega zneska ISP-ju bi lahko potrošnik dostopal le do 
slovenskih spletnih strani. Za dostop do drugih, mednarodnih strani, bi uporabnik moral 
doplačati določen znesek. Ponudba bi bila lahko nadalje oblikovana tudi glede na vsebino 
in hitrost povezave do teh želenih strani (The Times of India, 2014). 
 
Vsi podatki, ki potujejo po omrežju, so razdeljeni na številne kose oz. pakete (packets). In 
ravno ti potujoči paketi bi naj bili po načelu internetne nevtralnosti obravnavani enako – 
ne glede na to, kakšno vsebino ti paketi nosijo. Elektronska pošta bo obravnavana enako 
kot video, glasba pa bo obravnavana enako kot npr. hitro sporočilo (Zelnick & Zelnick, 
2013, str. 9). 
 
Jeffrey Allen (2015, str. 4-5) nevtralnost interneta opredeljuje kot pojem, ki se nanaša na 
koncept, po katerem morajo biti vsi podatki na internetu deležni enake obravnave s strani 
ISP in države. Ponudniki prav tako ne smejo diskriminirati oz. zaračunavati drugače glede 
na to, kdo je uporabnik, kakšna je vsebina spletne strani, oprema ali aplikacija ter način 
komuniciranja. 
3.2 ZGODOVINA NEVTRALNOSTI INTERNETA 
Ideja o nevtralnosti interneta je izpeljana iz začetka 20. stoletja, natančneje - iz načina 
delovanja takratnih telefonskih linij. Ob klicu na želeno telefonsko številko se je med 
klicateljem in prejemnikom vzpostavila povezava. Pri tem pa ni bilo pomembno, komu je 
bil klic namenjen in od katerega operaterja je prihajal. Operater prav tako ni blokiral 
dostopa do želene številke oz. namenoma upočasnil povezave do le-te (razen, če je bil 
zakonsko prisiljen). Ob razvoju in vse večji ter razširjeni uporabi interneta v 80-ih in 90-ih 
letih takšnega podobnega pravila oz. načela za ponudnike internetnih storitev (angl. 
Internet service provider oz. ISP) ni bilo. Ker pa je bila večina telekomunikacijskih 
ponudnikov obenem tudi ponudnikov internetnih storitev, so to načelo prevzeli tudi na 
tem področju. In ravno to načelo je znano kot nevtralnost interneta. ISP ne nadzoruje in 
preverja prometa, ki poteka po njegovih strežnikih. Uporabniki lahko dostopajo do 
katerekoli legalne spletne strani oz. storitve brez vmešavanja ISP. To pomeni tudi, da bo 
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hitrost prenosa podatkov za video na YouTube enaka kot za video na Facebooku (The 
Times of India, 2014). 
3.3 ZA IN PROTI NEVTRALNOSTI INTERNETA 
Zagovorniki načela nevtralnosti vidijo dostop do interneta kot nujno dobrino za vse oz. za 
večino ljudi. Za ACLU (American Civil Liberties Union) je nevtralnost interneta tako 
pomembna kot za ameriške državljane t.i. Prvi amandma ustave – s to razliko, da 
amandma govori npr. o svobodi izražanja, nevtralnost interneta pa predstavlja varovalo, ki 
bdi nad internetom in ščiti dostop do le tega. Nekateri, med drugim tudi (nekdanji) 
ameriški predsednik Obama, verjamejo, da je svoboden in odprt internet v njihovih 
življenjih tako pomemben kot elektrika in telefonija. Po mnenju mnogih je potrebno 
spremeniti internetne ponudnike v regulirana podjetja. Njihov monopolni položaj jim 
namreč daje v številnih državah občutno moč, zato je potrebno, da se z zakonodajo 
regulira njihovo delovanje. 
 
Medtem ko skupina, ki podpira nevtralnost interneta, vključuje predvsem uporabnike 
interneta in različne interesne skupine, pa drugo skupino, ki načelu nevtralnosti ni 
naklonjena, tvorijo predvsem ponudniki internetnih storitev, predvsem zaradi ekonomskih 
razlogov. Med nasprotniki se najdejo še drugi subjekti, kot so npr. tisti, ki nasprotujejo 
povečevanju moči in vpliva državnih regulatorjev oz. vlade. Njihova skrb izhaja namreč iz 
t.i. orwellovske družbe, v kateri ima država moč in pooblastila, da pregleduje in spremlja 
promet in vse podatke, ki se prenašajo po internetu. V tem se seveda skriva nekaj 
resnice, saj to številne države že počnejo, ko iščejo določene informacije, povezane s 
kriminalnimi in ilegalnimi dejavnostmi. Pa vendarle nekako to ni namen nevtralnosti 
interneta, saj za preiskovanje prej omenjenih dejavnosti obstaja drugačna zakonska 
podlaga, ki se načela nevtralnosti ne tiče. 
 
Razlog v nasprotovanju nevtralnosti interneta s strani internetnih ponudnikov je, kot že 
omenjeno, ekonomske narave. Nevtralnost interneta bi naj onemogočala in negativno 
vplivala na možnost pridobivanja finančnih sredstev, s katerimi bi se investiralo v 
infrastrukturo, potrebno za zagotavljanje dostopa do interneta. Ponudniki trdijo, da je 
možnost za doplačila nekaterih uporabnikov oz. doplačila za uporabo določenih storitev 
ključnega pomena pri zagotavljanju povrnitve sredstev od investicij. Ponudniki se lahko 
zato odločijo, da ne bodo več vlagali svojih sredstev v samo infrastrukturo in razvoj 
interneta v smislu pokritosti in hitrosti le-tega. Ponudniki prav tako zagovarjajo prost in 
svoboden trg, brez tovrstnega vmešavanja države. Ceno, storitve in načine zaračunavanja 
naj narekuje trg sam. Pri tem pa obstaja problem, saj imajo v številnih državah internetni 
ponudniki na trgu monopolni ali oligopolni položaj, kar pa potrošniku ne daje nobene 
izbire, katerega ponudnika izbrati (Allen, 2015, str. 4-5). 
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3.4 POSEGI V NEVTRALNOST INTERNETA IN PRIMERI IZ PRAKSE 
Telekomunikacijski ponudniki lahko s svojimi dejanji v praksi kršijo definicijo načela o 
nevtralnosti interneta. Zavedno ali nezavedno lahko v nevtralnost posegajo 
diskriminatorno, bodisi pozitivno ali negativno za uporabnika. Evropska komisija v svoji 
študiji (2009, str. 7-15) opredeljuje 5 takšnih posegov oz. kršitev, dodatno pa sta 
navedena še dva posega, ki se v praksi tudi pojavljata. 
3.4.1 BLOKIRANJE ALI ZAPORA 
Prva vrsta motenj internetnega prometa, ki jo lahko uporabi ponudnik dostopa do 
interneta, je blokiranje (ang. blocking) dostopa do določene vsebine, ki jo najdemo na 
spletu. Blokiranje je mogoče doseči z oblikovanjem internetnega prometa, in sicer z 
uporabo določenih metod, kot je npr. deep packet inspection (DPI) oz. z modifikacijo 
strežnikov DNS. Načeloma lahko internetni ponudniki izvajajo nadzor nad vsebino le, če 
tako od njih zahteva lasten uporabnik (stranka), ne da bi imel ponudnik ob tem možnost 
manipulirati delovanje omrežja drugih ponudnikov dostopa. Razlogov, zakaj bi ponudnik 
blokiral vsebino, je več, med njimi pa so npr. odprava konkurence, visoki stroški pri 
prenosu podatkov in nelegalna vsebina.  
3.4.1.1 Blokiranje zaradi razloga konkurenčnosti 
Eden izmed razlogov, zakaj ponudnik dostopa lahko blokira podatke enega ali več 
ponudnikov spletnih vsebin, je, ker takšen ponudnik storitev nudi storitev, ki tekmuje s 
storitvijo, katero nudi ponudnik dostopa do interneta (npr. storitev spletne izposoje video 
datotek). Z blokiranjem konkurenčne storitve lahko ponudnik dostopa pridobi prednost na 
trgu ter posledično tudi monopol nad uporabniki pri tovrstnih storitvah. Iz istega razloga 
se lahko ponudnik dostopa odloči, da blokira vse tovrstne podatke (npr. promet preko 
VoIP) ter tako izloči vse storitve konkurenčnih ponudnikov, ki so odvisni od takšnega 
internetnega prometa. Npr. v aprilu 2009 je Deutsche Telekom AG napovedal, da 
razmišlja o tem, da bo preprečil uporabnikom uporabo aplikacije Skype na mobilnem 
telefonu iPhone 3. Namesto da bi se blokiral eden ponudnik storitev, kot je npr. že 
omenjeni Skype, lahko ponudnik dostopa blokira celoten prenos podatkov VoIP, kar bi 
vplivalo na potrošnikovo uporabo vseh tovrstnih storitev. Takšno blokiranje se je že 
pojavilo tako v Evropi kot v ZDA. V Evropi je že prej omenjeni nemški ponudnik junija 
2009 napovedal, da bo dovolil uporabo aplikacij VoIP na svojem omrežju, vendar le ob 
uporabnikovem doplačilu. V ZDA je bilo podjetje Madison River Communication kaznovano 
s strani Zvezne komisije za telekomunikacije, ker so blokirali celoten VoIP promet na 
svojem omrežju. 
 
Pogosto se omenja oz. trdi, da bo konkurenčni pritisk odvrnil ponudnike dostopa od 
blokiranja podatkov iz takšnega razloga. Čeprav se zdi, da je takšen scenarij skoraj 
neverjeten, glede na neo-klasično ekonomsko teorijo, pa raziskave kažejo, da lahko 
blokiranje prinese koristi, četudi ponudnik dostopa nima monopolne pozicije. Z izključitvijo 
konkurenčnega ponudnika storitev lahko ponudnik dostopa ne le poveča svoj dobiček na 
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trgu, temveč lahko tudi poveča sekundarne prihodke (npr. prihodke oglaševanja). Na 
podlagi te teorije se lahko pojavijo vprašanja tudi na trgu, ki velja za konkurenčnega. 
Četudi obstaja grožnja, da se bi končni uporabnik preselil k konkurenčnemu ponudniku 
dostopa, ki ne blokira nobene spletne storitve, obstajajo številni drugi stroški in ovire (npr. 
zaračunavanje uporabe elektronskega naslova), ki bi lahko potrošniku preprečili dejansko 
zamenjavo ponudnika. 
3.4.1.2 Blokiranje zaradi visokih stroškov 
V nekaterih primerih ponudniki dostopa trdijo, da so stroški za izvajanje kake spletne 
vsebine, ki jo ponujajo ponudniki storitev, previsoki. Menijo, da lahko uspeh oz. narava 
določenih storitev ponudnikov vsebine povzroči tako visoko porabo pasovne širine, da le-
ta ne zmore več prenašati vsebine brez nekakšne oblike kompenzacije. Primer je lahko 
iPlayer, multimedijska video platforma podjetja BBC, kjer je bilo v prvih 3 mesecih 
delovanja naloženih 42 milijonov programov, kar je vodilo do pritožb omrežnih 
operaterjev zaradi preobremenjenosti omrežja ter njihovih groženj, da bodo omejili 
dostop do te storitve. Ta argument je del širše razprave med ponudniki dostopa ter 
ponudniki vsebine. Pojavlja se namreč vprašanje, kako nadzirati pasovno širino tako 
dobro, kot se lahko ovrednoti samo vsebino. Na eni strani ponudniki dostopa iščejo 
modele, po katerih lahko ponudniku vsebine zaračunajo prenos oz. izvajanje njihovih 
storitev, po drugi strani pa ponudniki vsebine raziskujejo vse možnosti, kako bi ponudniku 
dostopa zaračunali dostop do njihove vsebine. 
3.4.1.3 Blokiranje nelegalne vsebine 
Ponudnik dostopa lahko prav tako blokira na lastno pobudo oz. po odredbi sodišča dostop 
do določene vsebine, ker le-ta krši veljavno zakonodajo. Npr. februarja 2008 je dansko 
sodišče odredilo podjetju Tele2 (ISP), da blokira dostop do sporne spletne strani za 
izmenjavo datotek The Pirate Bay. Leto kasneje je nizozemsko sodišče to odredilo vsem 
nizozemskim ponudnikom dostopa do interneta. Po drugi strani pa ima ISP možnost, da 
namesto blokade celotne vsebine določenega ponudnika vsebine blokira določeno spletno 
stran oz. podatke ter tako pusti ostalo vsebino prosto dostopno. 
 
Direktiva EU o elektronskem poslovanju spodbuja ponudnike dostopa, da na lastno 
pobudo onemogočajo dostop do nezakonite vsebine na svojem omrežju ter se tako 
izognejo odgovornosti. Ponudniki dostopa blokirajo tovrstno vsebino tudi, če prejmejo o 
tem obvestilo s strani tretjih oseb. Nekateri ponudniki dostopa prostovoljno sodelujejo 
tudi v raznih projektih, ki so usmerjeni k blokiranju nezaželene vsebine. V ta namen je bil 
v okviru projekta CIRCAMP (Cospol Internet Related Child Abusive Material Project), 
sponzoriranega s strani EU, razvit tudi t.i. CSAADF (Child Sexual Abuse Anti Distribution 
Filter). Gre za filtrirni sistem, katerega namen je blokiranje dostopa do vsebin, ki 
vključujejo spolne zlorabe mladoletnih oseb. Ker ne obstaja zakonodaja, s katero se mora 





Nekatere države v EU so že leta 2009 naredile korak k obvezni implementaciji črnih list. 
Takšen sistem ponavadi vsebuje seznam prepovedanih spletnih strani, ki ga pripravi 
država članica. Ponudniki dostopa v državi članici so dolžni spoštovati takšen seznam in 
blokirati dostop do spletnih strani z liste. Junija 2009 je nemški parlament sprejel zakon, 
ki obvezuje vse ISP-je, da omejijo dostop do spletnih strani, ki so na seznamu, ki ga je 
pripravil Bundeskriminalamt (Federal Criminal Police Office). Namen takšnega zakona je 
omejiti otroško pornografijo. Vsebina na seznamu je nadzirana s strani odbora 
strokovnjakov, ki redno pregledujejo, če spletne strani na tem seznamu spadajo v okvir 
zakonodaje. 
 
Medtem ko takšne črne liste običajno ciljajo na blokado povezav do nelegalne vsebine 
(predvsem otroške pornografije), je bilo prav tako ugotovljeno, da so na listi povezave do 
vsebine, katerih narava zakonitosti je bila vsaj oporečna oz. sporna. To se je zgodilo v 
primeru Finske, kjer se je v javnosti znašel črni seznam z več sto domenami. Izkazalo se 
je, da gre za blokirane spletne strani, ki s svojo vsebino kritizirajo cenzuro interneta. 
Avstralski črni seznam predstavlja podoben primer. Seznam, ki je ušel v javnost, je med 
drugim vseboval spletno stran proti splavu, zobozdravstveno kliniko, homoseksualno 
spletno stran, spletno igralnico, blog astrologa ter spletno stran, ki je omenjen seznam 
tudi objavil. Tretji primer pa je Kitajska, ki intenzivno filtrira spletne strani, ki vsebujejo 
politično nezaželeno vsebino. 
3.4.2 SLABŠANJE OZ. UPOČASNJEVANJE 
Slabšanje ali upočasnjevanje (degradation, throttling) podatkovnega prometa pomeni, da 
ponudnik dostopa do interneta namesto da popolnoma blokira dostop do določene 
vsebine, le upočasni internetno povezavo do takšne mere, da uporabnika odvrne, da bi 
takšno vsebino sploh uporabljal (npr. aplikacijo, spletno stran). Hitrost povezave je 
ključnega pomena npr. pri storitvah VoIP (Voice over Internet protocol), ki so namenjene 
prenosu komunikacijskih podatkov (govor) in torej omogočajo uporabnikom komunikacijo 
preko interneta (npr. Skype). Ko je promet preko takšne storitve dovolj upočasnjen, ima 
to enak efekt, kot da bi se storitev blokiralo. Razlikujemo lahko med dvema glavnima 
vrstama slabšanja oz. upočasnjevanja, in sicer slabšanje določene vsebine (podatki 
določenega ponudnika vsebine oz. določena vrsta podatkov) ter slabšanje celotne vsebine 
(z namenom dajanja prednosti preferirani vsebini). 
3.4.2.1 Slabšanje oz. upočasnjevanje vsebine določene vrste ali ponudnika 
Prvi razlog, zakaj bi ponudnik dostopa slabšal oz. upočasnjeval vsebino določene vrste oz. 
ponudnika, je podoben razlogom, ki so bili predstavljeni pri blokiranju takšne vsebine. 
Ponudnik dostopa lahko izvede takšno slabšanje prometa, da bi utrdil svoj položaj na trgu 
s spodbujanjem uporabe lastnih storitev. Konkurenčne storitve niso nujno ponujene preko 
spleta – ponudnik dostopa lahko prav tako slabša oz. upočasnjuje prenos video prometa, 




Drugi razlog za slabšanje določenih vsebin predstavlja upravljanje pasovne širine, t.j. 
prilagajanje omrežnega prometa z namenom, da bi se izognilo preobremenjenosti oz. da 
bi se dovolilo časovno občutljivim storitvam prednost pred drugimi. Ponudnik dostopa se 
lahko npr. odloči, da poslabša oz. upočasni promet P2P ter potrošnikov video promet z 
namenom, da dovoli lastnim uporabnikom uporabo storitev VoIP brez zapletov v urah oz. 
dneh večje omrežne obremenjenosti (npr. med počitnicami). Kot primer v praksi se lahko 
navede nizozemskega ponudnika dostopa UPC, ki je omejil hitrost prometa P2P, ko je 
internetni promet dosegel zgornjo mejo obremenjenosti (prometne konice), vendar teh 
omejitev ni jasno oglaševal. Uporabniki so poročali, da je hitrost internetne povezave 
dosegla 1/3 originalne oz. prvotne hitrosti. 
3.4.2.2 Slabšanje oz. upočasnjevanje celotne vsebine 
Druga glavna vrsta slabšanja oz. upočasnjevanja predstavlja ponudnikova degredacija 
celotne vsebine, da bi se dalo prioriteto želeni vsebini, ne da bi pri tem moral nadgraditi 
lastno omrežno infrastrukturo. Npr. pri predstavitvi sebe kot »najhitrejšega P2P 
ponudnika« oz. »najboljšega ponudnika za YouTube odvisnike« lahko ponudnik dostopa 
na takšen način cilja na točno določen krog uporabnikov.  
3.4.3 PRIORITIZACIJA 
Prioritizacija (prioritisation) je nasprotje prej omenjenemu slabšanju oz. upočasnjevanju 
podatkovnega prometa in pomeni dejanje ponudnika dostopa do interneta, da namenoma 
prioritizira prenos podatkov pri določeni storitvi na škodo neke druge storitve. Prioritizacija 
lahko ponudi dva različna scenarija, to sta prioritizacija glede na vir podatkov in 
prioritizacija glede na vrsto podatkov. 
 
Prioritizacijo je v praksi zelo težko dokazati, vseeno pa je to v letu 2012 uspelo nekaterim 
internetnim uporabnikom. Z različnimi testi so namreč dokazali, da je ISP Comcast 
prioritiziral določeno vsebino preko druge. Aplikacijo Xfinity, ki deluje na konzoli Xbox 360, 
je namreč Comcast prioritiziralo v tem smislu, da je uporabljala višjo stopnjo omrežne 
prioritete kot drug promet, kar je pomenilo, da je aplikacija delovala hitreje in bolje kot 
ostale storitve (Dugan, 2012). 
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Grafikon 1: Primer prioritizacije aplikacije Xfinity 
 
Vir: Dugan (2012) 
Grafikon 1 prikazuje primer delovanja aplikacije Xfinity ter storitve Netflix, pri 
»normalnem« delovanju interneta ter v stanju preobremenjenosti. Opazi se, da se hitrost 
prenosa pri storitvi Netflix v preobremenjenem načinu močno zmanjša, medtem ko pri 
aplikaciji Xfinity hitrost ostane v primerjavi z običajnim delovanjem interneta v skoraj 
nespremenjenem stanju. 
3.4.3.1 Prioritizacija glede na vir podatkov 
V prvem primeru lahko ponudnik dostopa do interneta prioritizira svojo lastno vsebino ali 
vsebino tretje osebe, kar pomeni, da bo dostop do te vsebine hitrejši kot pri drugih 
ponudnikih dostopa do interneta oz. pri konkurenčnih ponudnikih takšnih storitev ali 
vsebin – ponovno pa gre v takšnem primeru za konkurenčno prednost. 
3.4.3.2 Prioritizacija glede na vrsto podatkov 
Drug scenarij prioritizacije je, kadar ponudnik dostopa do interneta prioritizira npr. 
časovno občutljive storitve VoIP nad drugimi vsebinami. Razlog za takšno prioritizacijo bi 
bil v primeru preobremenjenosti omrežja, saj bi bila tovrstna komunikacija motena. 
3.4.4 RAZDELITEV V PASOVE OZ. PLAČLJIVA PRIORITIZACIJA 
Razdelitev v pasove (Access-tiering) je koncept prioritiziranja pasovne širine, in sicer proti 
plačilu ponudnikov vsebine in storitev, ki želijo in so pripravljeni plačati ponudniku dostopa 
do interneta določen znesek, da bo dostop do njihovih aplikacij, vsebin in storitev 
kvalitetnejši in hitrejši. Z dražbo ali prodajo pasov lahko ponudnik dostopa pridobi 
dodaten dohodek s strani ponudnikov aplikacij oz. storitev (European Commission, 2009). 
Omenjen pojem se lahko razloži kot pogodba med podjetjem, ki ponuja vsebino, storitve 
oz. aplikacije preko interneta, in ponudnikom dostopa do interneta, v kateri bi, proti 
plačilu, ISP omogočil temu podjetju hitrejše delovanje dostopa do njegove npr. spletne 
strani. Gre torej za plačljivo prioritizacijo (paid prioritisation) (Freepress, 2015). 
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Razdelitev v pasove oz. plačljiva prioritizacija je tesno povezana z upravljanjem 
preobremenjenosti omrežja. Brez razdelitve v pasove so podatki preusmerjeni preko 
omrežja z uporabo t.i. pristopa najboljšega prizadevanja. Omenjen pristop pomeni, da 
ozka grla pri prenosu podatkov ali pri preobremenjenosti omrežja vodijo do tega, da so 
podatkovni paketi zadržani, preusmerjeni oz. izgubljeni na naključni osnovi. Z 
implementacijo razdelitve v pasove ponudniki dostopa podatkov ne bi več prenašali po 
pristopu najboljšega prizadevanja, kar bi pomenilo odmik od nevtralnosti interneta.  
 
Načeloma to pomeni, da kadar ni pomanjkanja v zmogljivosti omrežja, ne bi smelo biti 
velike razlike med prenosom najboljšega prizadevanja ter prenosom z razdelitvijo v 
pasove, saj bi omrežna zmogljivost dovolila uporabo oz. podporo obeh, tako 
prioritiziranega kot neprioritiziranega prometa. Vendar, ko omrežje pri ponudniku dostopa, 
ki je implementiral razdelitev v pasove, postane preobremenjeno, bo dostava paketov iz 
vsebine ponudnikov, ki so plačali za prioritizacijo, dostavljena na račun oz. v škodo 
paketov tistih ponudnikov, ki za prioritizacijo niso plačali. Le-ti bodo pri svojih vsebinah 
naleteli na prekinitve in motnje pri prenosu – še posebej pri prometu storitev VoIP, ki so 
odvisne od pravočasne dostave paketov. 
 
Plačljiva prioritizacija oz. razdelitev pasove ne pomeni namere po diskriminatornosti, saj 
vsak ponudnik storitev, ki plača zahtevano ceno, pridobi prioriteto na omrežju. Ukrepi 
ponudnikov dostopa, ki imajo diskriminatoren namen, so označeni kot prioritizacija. 
 
Primer razdelitve v pasove oz. plačljive prioritizacije predstavlja primer iz leta 2014, ko je 
podjetje Netflix s ponudnikom dostopa do interneta, podjetjem Comcast, sklenilo dogovor, 
po katerem so imeli naročniki omenjenega ponudnika hitrejši in zanesljivejši dostop do 
storitve Netflix (Kang, 2014). Vse skupaj pa se je začelo s tem, ko je Netflix obtožil 
Comcast, da namenoma preobremenjuje video promet, da bi jim morali plačati določeno 
provizijo. Ko so uporabniki storitev Netflix poročali o oslabljenem delovanju na omrežju 
Comcast, je Netflix le popustil in sklenil dogovor s tem ponudnikom (Hawtin, 2015).  
 
Slika 3: Prikaz oblikovanja internetnega prometa s strani ponudnika internetnih storitev 
 




Iz zgornjega grafičnega prikaza (slika 3) lahko razberemo, da ponudnik internetnih 
storitev upočasnjuje internetni promet (gledanje video vsebine) do spletne strani Flicker, 
katerega lastnik je Yahoo. Po drugi strani pa ima storitev YouTube (Google) omogočeno 
hitrejše in kakovostnejše predvajanje video vsebine, ki je tako tudi prioritizirana. 
Predvidevamo lahko, da je Google plačal ponudniku, da prioritizira promet do njegove 
storitve, medtem ko Yahoo tega ni storil in je posledično dostop do storitve Flicker 
upočasnjen. 
3.4.5 OMEJITVE NA OPREMI ALI APLIKACIJAH 
Operaterji lahko uporabniku omejijo možnost dostopa do določene internetne aplikacije, 
kot so npr. aplikacije »vsak z vsakim« oz. »peer to peer« (P2P) oz. uporabnikom blokirajo 
dostop do nekaterih storitev (Valcke, Hou, Stevens & Kosta, 2008). Številni mobilni 
operaterji so prav tako prepovedali uporabnikom uporabo mobilnih telefonov za deljenje 
internetne povezave (t.i. tethering) z drugimi napravami (npr. računalnik). Za tovrstne 
omejitve na opremi ali aplikacijah obstaja več razlogov. Prvi je ta, da želi ponudnik 
dostopa do interneta dodatno zaračunati, da lahko tovrstno opremo oz. aplikacije 
uporablja. Naslednji razlog je, da se želi na tak način odvrniti uporabnike od uporabe 
konkurenčnih storitev. Omejitve pa bi prišle v poštev s strani operaterjev tudi takrat, ko 
določena oprema ali aplikacija preobremenjuje omrežje. 
 
V letu 2001 so številni operaterji v ZDA omejili uporabo t.i. virtualnih zasebnih omrežij 
(Virtual Private Network oz. VPN). Gre za tehnologijo, ki omogoča uporabnikom, da se 
povežejo na njihovo omrežje preko zaščitene povezave. Nekateri telekomunikacijski 
operaterji so prav tako v svojih splošnih pogojih napisali, da njihovi naročniki ne smejo 
uporabljati mobilnih telefonov kot naprav, s katerimi povežejo svoj osebni računalnik na 
internet (t.j. že prej omenjeni tethering). Razlog za to prepoved je v tem, da bi taka 
uporaba deformirala omrežja ter ogrozila privlačnost naročnine na internetno povezavo za 
osebne računalnike. 
3.4.6 STORITVE NIČELNE TARIFE 
Storitve ničelne tarife (Zero-rated services ali Zero-rating) ponujajo predvsem ponudniki 
mobilne telefonije. Gre za storitve, za katere je značilno, da se s strani ponudnika v 
določeni aplikaciji ne zaračunavajo preneseni podatki oz. se ne štejejo v uporabnikovo 
mesečno količino (European Commission, 2015a). Številni večji ponudniki storitev so 
sklenili sporazume z mobilnimi operaterji v najrazličnejših državah, da ponudijo t.i. zero-
rated verzijo njihovih storitev. V nekaterih primerih to pomeni, da se uporaba določene 
spletne strani oz. storitve ne šteje v naročnikovo zakupljeno mesečno količino podatkov. V 
nekaterih drugih dogovorih lahko uporabnik dostopa do storitev, čeprav niti nima 
zakupljenega prenosa podatkov (IFLA, 2016). 
 
Storitve ničelne tarife so postale zelo popularne tako v razvitih državah kot v državah v 
razvoju, še posebej pa ima pomembno nalogo v slednjih, saj je tam cena prenosa 
podatkov v primerjavi z dohodkom na prebivalca občutno višja. Očitna prednost storitev 
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ničelne tarife je v nižjih stroških za uporabnike, predvsem tistih, ki si težje privoščijo zakup 
določene količine podatkov. Prednost pa prav tako predstavlja širjenje uporabe interneta, 
ki dokazano ustvarja veliko gospodarsko in socialno korist. Po drugi strani pa gre za jasno 
neenako obravnavo vseh podatkov oz. diskriminiranje ene vsebine v korist neke druge. 
Obstaja torej skrb, da bi storitve ničelne tarife škodovale konkurenčnosti na internetnem 
trgu (Einsenarch, 2015, str. 1). 
 
Po svetu obstaja veliko število različnih pristopov storitev ničelne tarife pri mobilnem 
prometu. Trgi imajo različne značilnosti ter izzive, s katerimi se srečujejo operaterji ter 
ostala podjetja. Prakse se razlikujejo predvsem po vrsti vsebine, ki je vključena v storitev, 
podjetje, ki nudi storitve ničelne tarife, ter kdo plačuje za prenos podatkov. Mobilni 
ponudnik lahko prostovoljno ponudi na trg tovrstne storitve z namenom, da pridobi nove 
uporabnike oz. da s tem naredi svoje storitve drugačne v primerjavi s konkurenco. 
Ponudnik lahko sodeluje tudi z drugim podjetjem, ki ponuja določeno vsebino, le da ta 
plačuje podatke, ki se porabljajo pri uporabi njegovih zero-rated storitev. V praksi gre na 
vsak način za to, da se uporabniku zagotovi določen popust. 
 
Eden izmed najbolj znanih projektov, ki deluje kot zero-rated, je Wikipedia Zero. Deluje 
pod okriljem Wikimedia Foundation ter deluje v 52 državah v sodelovanju z 68 mobilnimi 
operaterji, da ljudem brez dostopa do interneta ter predvsem brez mobilnih podatkov 
omogoči brezplačen dostop do Wikipedie ter posledično do informacij in znanja. Drug, bolj 
znan projekt, predstavlja Facebook Zero, družbena aplikacija, ki v osnovi prikazuje le 
besedilo – brez slik oz. drugih slikovnih znakov. Aplikacija je na voljo pri tistih mobilnih 
operaterjih, ki so podpisali sodelovanje s podjetjem Facebook. 
 
Storitve ničelne tarife niso omejene samo na države v razvoju. Finsko podjetje Rewheel je 
s projektom Digital Fuel Monitor samo v državah OECD naštelo 92 mobilnih storitev 
ničelne tarife. Npr. na Švedskem je mobilni operater Telia pred kratkim naznanil, da bo 
preko njihovega omrežja uporabnikom na voljo 6 družbenih aplikacij, med njimi tudi 
WhatsApp ter Twitter, ki bodo ponujene kot storitve ničelne tarife (Brake, 2016, str. 6). 
3.4.7 SPECIALIZIRANE, INOVATIVNE STORITVE 
Specializirane, inovativne storitve so storitve, ki se razlikujejo od ostalih storitev odprtega 
dostopa do interneta ter so tudi ponujene na drugačen način. Prav tako pa lahko 
izpolnjujejo posebne zahteve glede kakovosti določene vsebine, aplikacij oz. storitev. So 
storitve, ki delujejo na enakih, že obstoječih omrežjih, kot internet, vendar potrebujejo 
drugačno obravnavo oz. morajo imeti zagotovljeno hitrost ali zanesljivost. 
  
V praksi gre za storitve, kot so IPTV, visokoločljivostne videokonference, oblike 
telemedicine oz. avtomatizirana (samodejna) vožnja avtomobila, ki za delovanje prav tako 
potrebujejo dostop do interneta in si delijo že obstoječo infrastrukturo. Razlika med 
navadnimi in specializiranimi oz. inovativnimi storitvami pa je v tem, da slednje za 
delovanje potrebujejo hitrejšo, naprednejšo povezavo, tehnologijo, da lahko sploh 
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dosežejo svoj namen – z »navadnim internetom« pa tega namreč ne bi bilo mogoče 
storiti. Nove, inovativne storitve, ki so na pohodu oz. bodo aktualne v prihodnosti, 
potrebujejo in bodo potrebovale določeno kvaliteto internetnega prenosa, da bodo lahko 
pravilno delovale - kot opisuje Evropska komisija (2015a). 
 
Da ima neka storitev status specializirane storitve, mora imeti za to konkreten, resničen 
razlog oz. potrebo. Uporaba takšnega statusa le zaradi prednosti pred konkurenco ne sme 
biti dovoljena. Če bi npr. večji ponudnik deljenja video vsebin ali večji ponudnik storitev 
elektronske pošte enostavno kupil status specializirane storitve, bi bilo skoraj 
onemogočeno, da pridejo na trg novi ponudniki oz. storitve. To bi hkrati pomenilo 
zmanjšanje konkurence, inovacij ter potrošnikove izbire (Järvinen, 2016).  
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4 NORMATIVNA UREDITEV NEVTRALNOSTI INTERNETA V 
IZBRANIH DRŽAVAH IN NJIHOVA OPREDELITEV DO 
POSEGOV IZ PRAKSE 
Zaradi razširjenosti interneta ter potrebe po njegovi regulaciji se vedno več držav odloča, 
da nevtralnost interneta implementira v svojo nacionalno zakonodajo. Poglavje predstavlja 
normativno ureditev Slovenije, Nizozemske, Brazilije, Čila, Združenih držav Amerike in 
Evropske unije na tem področju ter opredelitev navedenih držav do sedmih posegov iz 
prakse, naštetih in opisanih v poglavju 3.4. 
4.1 SLOVENIJA 
Republika Slovenija je za Nizozemsko druga država v Evropski uniji, ki je načelo o 
nevtralnosti interneta sprejela in implementirala v zakon. Prvi Zakon o elektronskih 
komunikacijah (ZEKom) je bil sprejet v letu 2004 ter je veljal in se uporabljal do 
15.1.2013, ko ga je nasledil nov, prenovljen in za nevtralnost interneta pomemben Zakon 
o elektronskih komunikacijah (ZEKom-1). Zakon je bil sprejet 20.12.2012, v veljavo pa je 
stopil s 15.1.2013. 13.12.2013 je bila sprejeta tudi sprememba oz. dopolnitev zakona 
(ZEKom-1A), vendar za nevtralnost interneta ne vsebuje relevantnih sprememb in 
dopolnitev. S 14. novembrom 2015 je v veljavo stopil tudi ZEKom-1B, ki pa prav tako ne 
vsebuje za nevtralnost interneta pomembnih sprememb oz. dopolnitev. V pravni red 
Republike Slovenije se je z ZEKom-1 preneslo kar nekaj direktiv, med njimi sta novejši 
npr. Direktiva 2009/136/ES in Direktiva 2009/140/ES. 
 
Zakon o elektronskih komunikacijah med drugim ureja tudi: (ZEKom-1) 
- pogoje za zagotavljanje in izvajanje elektronskih komunikacijskih omrežij oz. 
storitev, 
- pravice uporabnikov (pravna ali fizična oseba, ki zaprosi za uporabo oz. uporablja 
javno dostopne elektronske komunikacijske storitve), 
- varnost in delovanje omrežja ter storitev v izjemnih stanjih (tj. stanje, ki nastane 
zaradi naravnih in drugih nesreč oz. zaradi katastrofalnega izpada omrežja - tj. 
težjih okvar elektronskega komunikacijskega omrežja, ki jih ni mogoče popraviti in 
odpraviti v enem dnevu), 
- uresničevanje in varovanje pravice do komunikacijske zasebnosti uporabnikov, 
- reševanje sporov med subjekti (npr. med fizično osebo - uporabnikom in 
ponudnikom elektronsko komunikacijskih storitev) 
- pristojnosti, organizacijo ter delovanje Agencije za komunikacijska omrežja in 
storitve RS. 
 
Agencija za komunikacijska omrežja in storitve Republike Slovenije (AKOS) je novo ime za 
pred tem uveljavljeno Agencijo za pošto in elektronske komunikacije Republike Slovenije 
(APEK). Ime AKOS se uporablja od 22.1.2014, vendar pa so pristojnosti ostale v večji meri 
enake. AKOS je neodvisen organ, ki nadzira ter ureja trg elektronskih komunikacij. Prav 
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tako pa tudi upravlja, nadzira, ureja, opravlja naloge na področjih radiofrekvenčnega 
spektra, radijskih in televizijskih dejavnosti, trga poštnih storitev ter storitev na področju 
železniškega prometa (AKOS,2015a). 
 
Nekateri cilji agencije so zagotavljanje: (AKOS, 2015a) 
- pogojev za kakovostne storitve po primerni ceni, 
- dostopnosti univerzalnih storitev, in sicer po dostopnih cenah ter neodvisno od 
geografske lege vsem prebivalcem RS, 
- učinkovite konkurence na trgu ter pospeševanje tekmovalnosti med ponudniki 
storitev, 
- zaščite interesov uporabnikov storitev. 
 
Zakon v 3. členu nevtralnost interneta opredeljuje kot: »Načelo, po katerem se vsak 
internetni promet po javnem komunikacijskem omrežju obravnava enakovredno, to je 
neodvisno od vsebine, aplikacij, storitev, naprave, vira in cilja komunikacije.« (ZEKom-1, 
3. člen). Zakon natančneje opredeljuje nevtralnost interneta v svojem 203. členu, ki je 
razdeljen na 6 odstavkov.  
 
S prvim odstavkom zakon določa, da AKOS spodbuja odprtost in nevtralnost interneta, 
prav tako pa daje možnost, da lahko uporabnik po lastni izbiri dostopa do informacij in jih 
razširja ter uporablja aplikacije in storitve. 
 
Tretji odstavek se nanaša na operaterje omrežij ter izvajalce storitev dostopa do interneta 
(telekomunikacijski ponudniki in ISP, npr. Simobil in Amis). Odstavek določa, da si morajo 
omenjeni subjekti prizadevati za ohranitev odprtosti in nevtralnosti interneta ter pri tem 
ne smejo na ravni posameznih storitev oz. aplikacij zadrževati, omejevati ali upočasnjevati 
internetnega prometa. Prav tako pa ponudniki ne smejo izvajati ukrepov, s katerimi bi 
razvrednotili internetni promet, razen če bi za to obstajali posebni razlogi, kot so npr:  
- izvajanje nujnih tehničnih ukrepov, s katerimi bi zagotovili nemoteno delovanje 
omrežja oz. storitev,  
- izvajanje ukrepov, s katerimi bi se zagotovila celovitost in varnost omrežja oz. 
storitve (neupravičeni posegi, vdori v omrežje), 
- izvedba nujnih ukrepov, s katerimi bi se omejilo neželene komunikacije (samodejni 
klicni in komunikacijski sistemi, ki opravljajo klice, pošiljajo SMS sporočila, 
elektronsko pošto – SPAM) in 
- odločba sodišča. 
 
Nadalje četrti odstavek določa, da morajo biti prvi trije, prej omenjeni ukrepi, sorazmerni, 
nediskriminacijski, časovno omejeni in le v nujno potrebnemu obsegu. 
V petem odstavku 203. člena je določeno, da storitve, ki jih ponujajo operaterji in ISP, ne 
smejo temeljiti na tistih storitvah oz. aplikacijah, ki so nudene preko interneta oz. je 
njihova uporaba odvisna od internetnega dostopa. 
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Zadnji, šesti odstavek, določa, da lahko AKOS izda splošni akt (odločbo) za izvajanje 
določb iz tretjega, četrtega ali petega odstavka 203. člena. 
 
Slika 4: 203. člen Zakona o elektronskih komunikacijah (ZEKom-1) 
 
Vir: ZEKom-1 (2012) 
 
Slika 4 prikazuje 203. člen Zakona o elektronskih komunikacijah, v katerem so 
opredeljena pravila glede nevtralnosti interneta. 
4.1.1 AKOS PROTI PONUDNIKOM 
Akos je konec januarja 2015 izdal prve odločbe glede kršitve načela nevtralnosti interneta 
s strani telekomunikacijskih ponudnikov. Omenjene kršitve so bile ugotovljene pri podjetju 
Telekom Slovenije ter Simobil. Družbi sta, glede na vsebino, različno obravnavali 
podatkovni promet, ki je bil ponujen uporabnikom. S tem sta kršili Zakon o elektronskih 
komunikacijah. Z odločbo jima je bilo naloženo, da odpravita nepravilnosti. Pri Telekom 
Slovenije je bila sporna storitev »Deezer«, namenjena prenosu glasbenih podatkov oz. 
poslušanju glasbe na mobilnih napravah, pri Simobilu pa »Hangar mapa«, storitev oz. 
aplikacija, ki je namenjena shranjevanju datotek. Pri obeh je bil problem v različni 
obravnavi internetnega prometa, saj se podatki, preneseni preko teh dveh aplikacij, niso 
upoštevali v okviru zakupljenih količin podatkov v telekomunikacijskem paketu končnega 
uporabnika. Povedano z drugimi besedami, potrošnik je uporabljal storitev »Deezer« oz. 
»Hangar mapo« zastonj oz. ne da bi se »vrtel števec« prenesenih podatkov. Prenos 





Enake kršitve so bile februarja 2015 ugotovljene tudi pri podjetjih Amis ter Tušmobil. Prvi 
je nevtralnost interneta kršil s storitvijo »Amis MobiaTV«, preko katere je bilo mogoče 
brezplačno gledati določeno TV vsebino (oz. se prav tako podatki niso upoštevali v okviru 
zakupljenih količin podatkov uporabnika), drugi (Tušmobil) pa je omenjeno kršil s 
portalom »Tuškabina« ter s prenosom vsebin s tega portala (AKOS, 2015c). 
 
Nadalje je Akos avgusta 2015 ponovno ugotovil kršitev nevtralnosti interneta oz. 
enakovredne obravnave internetnega prometa pri podjetju Telekom Slovenija, in sicer pri 
storitvah »TViN«, »TViN Shramba«, »Integral« ter »M:Rokovnik«. Tako kot že prej 
omenjene storitve se tudi prenos podatkov preko teh ni upošteval v okviru zakupljenih 
količin internetnega prometa, kar lahko razberemo tudi iz slike 5 (AKOS, 2015d). 
 
Ker se operaterji z odločitvijo Akosa niso strinjali, so vložili tožbo na Upravno sodišče RS. 
Sodišče je odločilo v prid operaterjem ter Akosu vrnilo zadevo v ponovno odločanje. Po 
mnenju sodišča je Akos napačno interpretiral ZEKom-1 (Ropret, 2016). Zapisali so tudi, da 
načela o nevtralnosti interneta v zakonu niso dovolj natančno prenesena (Caf, 2016). 
 
Slika 5: Izsek iz odločbe, ki jo je izdal AKOS. 
 
Vir: AKOS (2015d) 
4.1.2 POSEGI V NEVTRALNOST INTERNETA 
Slovenija s svojo zakonodajo prepoveduje zadrževanje (blokiranje) in upočasnjevanje 
internetnega prometa. Storitev ničelne tarife zakon neposredno ne omenja (kot navaja 
Caf, so ob sprejemanju ZEKom-1 namreč poslanci izbrisali oz. črtali določbo o prepovedi 
cenovnega razlikovanja – storitve ničelne tarife), vendar kot je sprva kazalo, jih vseeno 
prepoveduje, saj po mnenju AKOS kršijo tretji in peti odstavek 203. člen ZEKom-1 o 
nevtralnosti interneta (AKOS, 2015e). Kot pa se je izkazalo kasneje, je Upravno sodišče 
RS odločbe Akosa odpravilo ter tako dovolilo uporabo takšnih storitev. Specializirane in 
inovativne storitve niso omenjene, vendar bi takšne storitve lahko razumeli kot 
nedovoljene, saj ne sovpadajo z 203. členom o nevtralnosti interneta. Prav tako pa je 
Slovenija glasovala proti sprejetju uredbe TSM prav zaradi takšnega omogočanja razvoja 
interneta v prihodnosti s strani EU (Ministrstvo za izobraževanje, znanost in šport, 2015). 
Razdelitve v pasove in prioritizacije zakon ne omenja, čeprav lahko prioritizacijo posredno 
razberemo iz definicije o nevtralnosti interneta v zakonu, ki govori o enakovredni 
obravnavi prometa po javnem komunikacijskem omrežju. Omejitev na opremi ali 
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aplikacijah v zakonu prav tako ni omenjena ter se v praksi tudi uporablja. Ropret (2015) 
navaja, da je mobilni operater Telekom do nedavnega na nekaterih paketih onemogočal 
deljenje internetne povezave z drugimi napravami, t.i. storitve tethering. Tethering je bil 
tako dovoljen le v primeru doplačila določenega zneska (2 EUR). 
4.2 NIZOZEMSKA 
Nizozemska je prva država v EU in druga na svetu, ki je nevtralnost interneta 
implementirala v zakon, in sicer v 7.4a členu Zakona o telekomunikacijah oz. 
Telecommunicatiewet, kot se imenuje v originalu. Nov zakon oz. dopolnitev je bila 
sprejeta s strani Tweede Kamer 22.6.2011, leto kasneje, natančneje 8.5.2012, je omenjen 
zakon sprejel še Eerste Kamer. Zakon je stopil v veljavo 5. junija 2012, medtem ko je člen 
(7.4a) o nevtralnosti interneta postal veljaven s 1. januarjem 2013 (Vodafone, 2015). 
 
Nizozemska je tako naredila pomemben korak k zaščiti odprtega in varnega interneta. Z 
zakonom so bile sprejeta določbe, ki varujejo uporabnike proti odklopu od interneta in 
prisluškovanju s strani ponudnikov. Ponudnikom je prepovedano vmešavanje in motenje 
podatkovnega prometa njihovih uporabnikov. Upravljanje prometa je dovoljeno le v 
primeru preobremenjenosti in za varnost omrežja – ukrepi pa morajo ob tem biti v interes 
uporabnikov interneta. Zakon prav tako vsebuje določbo, ki prepoveduje oz. omejuje 
uporabo tehnologij (npr. DPI – deep packet inspection) za prisluškovanje s strani 
ponudnikov interneta (izjema je prisluškovanje na podlagi sodnega naloga). V zakonu je 
prav tako določba, ki omejuje možnosti internetnih ponudnikov, da odklopijo internet 
svojemu uporabniku. To sicer je možno, vendar le v določenih okoliščinah, kot sta na 
primer goljufija in neplačilo položnice. Pred tem so imeli ponudniki možnost odklopiti 
uporabnika zaradi številnih in različnih razlogov, ki so jih imeli zapisane v svojih splošnih 
pogojih (Daalen, 2012). 
 
Cilj določb o nevtralnosti interneta je zaščititi uporabnike in jim omogočiti enako in 
nediskriminacijsko obravnavo pri dostopu do internetnih storitev in aplikacij. Omejitve, ki 
jih je prinesla nova zakonodaja, so zahtevale, da nekateri ponudniki temeljito premislijo o 
svojem poslovanju ter uvedejo številne spremembe. Nič nenavadnega ni bilo, da so 
operaterji mobilnih omrežij omejili dostop do aplikacij, kot sta npr. Skype in WhatsApp, ki 
sta ponudnikom zniževali prihodke pri klicih in pošiljanju SMS sporočil (Clifford Chance, 
2012). 
 
7.4a člen Zakona o telekomunikacijah je razdeljen na 5 odstavkov. V prvem odstavku je 
določeno, da s strani ponudnikov storitev dostopa do interneta ni dovoljeno ovirati ali 
upočasnjevati aplikacij oz. storitev razen v primerih, da je to nujno potrebno. Takšni 
primeri so: 
- če je potrebno zmanjšati posledice preobremenjenosti omrežja, pri tem pa se 
mora enakovrstni promet obravnavati enakovredno, 
- za ohranitev integritete in varnosti omrežja ter storitev, 
- če je potrebno omejiti prenos podatkov zaradi nezaželene komunikacije, 
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- če mora ponudnik izvršiti zakon ali sodni nalog. 
 
V drugem odstavku je določeno, da v primeru kršitev integritete ali varnosti omrežja s 
strani končnega uporabnika ponudnik internetnih storitev, preden ukrepa, o tem obvesti 
in opozori uporabnika, da preneha s kršenjem. V primeru, da to zaradi nujnosti in 
pomembnosti ni mogoče, ponudnik najprej ukrepa ter o tem uporabnika naknadno 
obvesti. 
 
Tretji odstavek 7.4a člena določa, da cena ponudbe ponudnika dostopa do interneta ne 
sme temeljiti na storitvah in aplikacijah, ki so ponujene ali se uporabljajo preko dostopa 
do interneta, ki ga ponujajo. 
 
S četrtim odstavkom je določeno, da se lahko nadaljnje reguliranje v 1., 2. ali 3. odstavku 
zagotovi z za to namenjenim pravnim aktom, ki pa se mora, preden se sprejme, predložiti 
v oba doma parlamenta (Tweede in Eerste Kamer). 
 
Peti odstavek določa, da se lahko, zaradi preprečevanja poslabšanja storitev ter 
upočasnjevanja ali oviranja internetnega prometa, določijo minimalni standardi in zahteve 
glede kakovosti storitev (Daalen, 2011). 
 
Zaradi dodatnega pojasnila in za natančnejše in bolj določeno izvajanje 7.4a člena so 15. 
maja 2015 nizozemske oblasti sprejele t.i. smernice nevtralnosti interneta. Po nizozemski 
zakonodaji je prepovedano tako negativno kot pozitivno cenovno diskriminiranje storitev, 
kamor bi lahko uvrstili storitve ničelne tarife (Sickinghe, 2015). Nadalje je v smernicah 
pojasnjeno, da je ideja določb o nevtralnost interneta enakovredno obravnava storitev, 
tako na strani končnih uporabnikov kot ponudnikov dostopa do interneta. Uporabnik ima 
pri tem svobodno izbiro, katero spletno stran bo obiskal oz. katero storitev bo uporabljal, 
pri tem pa ponudnik dostopa do interneta ne sme vplivati nanj npr. z blokiranjem ali 
upočasnjevanjem Overheid.nl (2015). 
 
S 1. aprilom 2013 je z združitvijo NCA (Netherlands Consumer Authority), NNa 
(Netherlands Competition Authority) in OPTA (Netherlands Independent Post and 
Telecommunications Authority) nastal neodvisen organ ACM (Authority for Consumers & 
Market), ki je med drugim pristojen tudi za nadzor nad izvajanjem določbe 7.4a o 
nevtralnosti interneta (ACM, 2015). 
 
Iz poglavja lahko razberemo, da nizozemska zakonodaja na področju nevtralnosti 
interneta prav tako prepoveduje blokiranje in upočasnjevanje internetne povezave. 
Prepovedana je cenovna diskriminacija, kamor se lahko uvrstijo tudi storitve ničelne tarife. 
Glede prioritizacije lahko razumemo, da je dovoljena v izjemnih primerih 
(preobremenjenost omrežja). Na Nizozemskem specializirane storitve v Zakonu o 
telekomunikacijah niso točno določene, zato to področje ostaja neregulirano. Po razlagi 
nizozemskega zakonodajalca, za tiste storitve, ki niso ponujene preko javnega interneta, 
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določbe o nevtralnosti interneta ne veljajo – kar pomeni, da so IPTV, računalništvo v 
oblakih, zdravstvene storitve (tele-medicina), ki potekajo po zaprtem omrežju ponudnika, 
izvzete iz načela o nevtralnosti interneta (Graef, 2014). Zakon ne omenja omejitev na 
opremi ali aplikacijah kot tudi ne razdelitve v pasove oz. plačljivo prioritizacijo. 
4.2 BRAZILIJA 
23. aprila 2014 je brazilska predsednica Dilma Rousseff podpisala t.i. zakon »Marco Civil 
da Internet«, zakonodajni okvir, ki ureja internet. Zakon, ki je stopil v veljavo že 
omenjenega dne, je bil med njegovimi zagovorniki viden kot »Bill of rights« (ime za prvih 
10 amandmajev ustave ZDA), saj tako kot ti amandmaji želi zaščititi pravico do 
svobodnega izražanja na internetu, uporabnikovo zasebnost ter zagotoviti enak dostop do 
interneta med vsemi prebivalci. Tim Berners-Lee je celo dejal, da zakon predstavlja 
internetno Veliko listino svoboščin (Magna Carta). Določbe zakona imajo velik vpliv na 
podjetja, ki ponujajo različne spletne storitve brazilski populaciji, kar vključuje tako ISP-je, 
spletne iskalnike, socialna omrežja in druge spletne strani, ki vsebujejo uporabniško 
generirano vsebino (forumi), kot tudi spletne trgovce in druge storitve, ki zbirajo osebne 
podatke in informacije brazilskih uporabnikov interneta (Rhodes, Crosby & Armstrong, 
2014). 
 
Brazilija se uvršča med začetnike v upravljanju interneta s strani različnih zainteresiranih 
skupin. V letu 1995 je brazilski minister za komunikacije ustanovil t.i. Comitê Gestor da 
Internet no Brasil oz. Odbor za usmerjanje interneta. Naloga omenjenega organa pa je 
bila koordiniranje in integriranje internetnih storitev po vsej državi, v posvetovanju s 
širokim krogom zainteresiranih skupin – od vlade do akademske sfere pa vse do industrije 
oz. gospodarstva. In ravno obstoj digitalno osveščenega prebivalstva in civilne družbe, ki 
je sodelovala pri upravljanju interneta, je pripomogel k temu, da je ideja o internetnem 
zakonu tudi dejansko zaživela in se uresničila. 
 
Leta 2009 so bila prizadevanja za regulacijo interneta in njegove uzakonitve precej 
kaotične. Za usmerjanje dela na tem področju je že prej omenjen Odbor razvil t.i. načela 
za upravljanje in uporabo interneta v Braziliji. Ta načela so obravnavala svobodo 
izražanja, zasebnost, univerzalen dostop, inovacije, nevtralnost interneta, varnost ter 
interoperabilnost. Medtem pa je kongres razmišljal o slabo osnovanih zakonih, ki so 
naslavljali kiber kriminal, ki bi lahko kriminalizirali rutinske dejavnosti na spletu. Prav tako 
pa so podjetja, ki so poslovala preko interneta, imela zapleteno razmerje z brazilskim 
sodstvom zaradi pravne negotovosti, ki se je nanašala na njihove pravice in dolžnosti v 
razmerju z uporabniško generirano vsebino. 
 
Brazilski minister za sodstvo in Center za tehnologijo in družbo sta v oktobru 2009 sprožila 
pobudo, s katero bi se ustvarilo zakonodajni okvir za pravice in dolžnosti, ki bi veljale za 




Marco Civil da Internet je predstavljal končni produkt tega sodelovanja zainteresiranih 
skupin. Predstavlja svojevrsten zakonodajni okvir, ki spodbuja inovacije in konkurenčnost, 
vzpostavila pa se je tudi vrsta garancij, pravic in dolžnosti za uporabo interneta v Braziliji. 
Določbe o svobodi izražanja, nevtralnosti interneta, zaščiti podatkov in o promociji 
dostopa do interneta predstavljajo bistvo zakona, ki je bil ustvarjen z namenom, da 
pokrije celoten »internetni ekosistem« - od storitev pa vse do aplikacij, ponudnikov ter 




Eno izmed najpomembnejših sprememb brazilskega spletnega okolja predstavlja uvedba 
novih določb, ki se nanašajo na zaščito uporabnikove zasebnosti – Brazilija pred tem ni 
nikoli imela kakršnekoli samostojne zakonodaje o zasebnosti. V skladu z zakonodajo je 
zbiranje in uporaba zasebnih informacij omejena, prav tako pa takšnih informacij ni 
dovoljeno deliti oz. razkriti s strani ISP oz. drugih podjetij, ki so operativni na spletu, razen 
če za to obstaja soglasje uporabnika oz. obstaja za takšno ravnanje sodna odločba ali 
zakon. 
 
Omenjeno pa ne velja samo za uporabnikove zasebne informacije, temveč se nanaša tudi 
na informacije glede spletne aktivnosti uporabnika, vsebino zasebne komunikacije (npr. e-
pošta) ter IP naslovov. Ponudniki so dolžni zagotavljati ustrezne ukrepe, da so zahteve 
glede zasebnosti izpolnjene, prav tako pa morajo podjetja, ki poslujejo na internetu, 
zaprositi za dovoljenje oz. soglasje uporabnike glede zbiranja in shranjevanja zasebnih 
informacij ter pod kakšnimi pogoji in v kakšnih okoliščinah se te informacije lahko delijo. 
 
V praksi to ponavadi deluje tako, da podjetje pridobi soglasje s tem, da uporabnik pred 
registracijo na spletno stran označi potrditveno polje, kjer je navedeno, da se strinja s 
pravilnikom o zasebnosti podjetja ter obenem vpraša, če se uporabnik strinja s tem, da 
podjetje deli in razkrije zasebne informacije za namen trženja oz. za tretje osebe. 
 
Zakon prav tako zahteva, da spletne strani shranijo nekatere uporabnikove informacije za 
določeno časovno obdobje. Npr. ISP mora 1 leto hraniti uporabnikove informacije, ki se 
nanašajo na povezljivost. To vključuje datume, kdaj se je uporabnik povezal na internet, 
začetek in konec njihovih sej ter tudi IP naslove, ki so jih uporabljali. 
 
Cilj določb o nevtralnosti interneta je onemogočiti in preprečiti operaterjem zaračunavanje 
višjih cen za dostop do vsebine, ki potrebuje za nemoteno delovanje večjo pasovno širino 
– predvajanje videa ali komunikacijske storitve. 
 
Uporabnik in odgovornost ponudnika internetnih storitev  
 
Brazilija je v preteklih letih popolnoma sprejela uporabo socialnih medijev in je za ZDA 
drugo največje tržišče Facebooka. Na to temo je bilo nekaj negotovosti in različnih mnenj 
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o tem, kdo je odgovoren, ko se na omrežje objavi žaljiva ali kako drugače sporna vsebina 
s strani tretjih oseb, kar je vodilo tudi do številnih primerov, ki so se reševali na sodiščih. 
Internetni zakon pojasnjuje, da za omenjeno situacijo in nastalo škodo zaradi gostovanja 
uporabniško ustvarjene oz. naložene vsebine ne bo odgovoren ISP, vendar bo kljub temu 
moral upoštevati morebitne sodne naloge in določbe, s katerimi mu bi bilo zadano, da 
mora takšno žaljivo oz. kako drugače sporno vsebine odstraniti s spleta oz. jo izbrisati. 
 
Internetni zakon prav tako zavezuje brazilsko vlado, da izboljša storitve in povezljivost v 
državi ter spodbuja in podpira razvoj novih tehnologij. Kljub rasti potrošnikov in 
zviševanju življenjskih standardov v preteklih letih študije kažejo na to, da je imelo v letu 
2013 le 49% populacije dostop do interneta. To pomeni, da je omogočiti dostop do 





Internetni zakon je v svoji prvotni obliki vseboval določbo, s katero se je zahtevalo, da 
morajo ISP-ji ter vsa tuja podjetja hraniti vse informacije, ki se nanašajo na brazilske 
uporabnike, na strežnikih, lociranih v Braziliji. Razlog za to določbo je bilo razkritje, da je 
ameriška NSA (National Security Agency) zbirala pomembne podatke o predsednici 
Rousseffovi in o naftnem podjetju Petrobras, ki je v večinski lasti države. 
 
Določba je bila kmalu zatem opuščena, saj je obstajalo močno nasprotje s strani 
zasebnega sektorja. Vseeno pa velja omeniti, da je kljub temu še vedno vsako podjetje, ki 
ima strežnike, ki se nahajajo izven Brazilije, predmet omenjenega internetnega zakona, če 
ponuja storitve brazilskim uporabnikom. Omenjeno bi lahko imelo velik vpliv na globalna 
podjetja, kot sta na primer Facebook in Google, ki sta močno prisotna v Braziliji – obstaja 
lahko namreč konflikt oz. neskladje med zakonodajo podjetij, ki se nanaša na zasebnost 
in varstvo podatkov, ter med brazilskim internetnim zakonom (Rhodes, Crosby & 
Armstrong, 2014). 
4.3.1 ZAKON ŠT. 12,965/2014 
Pred sprejemom zakona ni bilo pravil, ki bi eksplicitno garantirala nevtralnost interneta ali 
prepovedovala različno obravnavo prometa v omrežju. Podjetja so lahko upočasnila oz. 
poslabšala določeno vrsto internetnega prometa kljub urejeni konkurenčnostni in 
potrošniški zakonodaji. Poleg tega so lahko internetni operaterji poslabšali kvaliteto VoIP 
storitev (Skype) ali storitev, ki predvajajo video vsebino (Netflix), ter obenem prioritizirali 
aplikacije oz. storitve podjetij, s katerimi so imeli poslovni interes. Podjetja so ponujala 
tudi različne mobilne pakete, v katerih je bil npr. dostop do Twitterja brezplačen oz. se 
dostop do aplikacije ni štel v zakupljeno količino podatkov (zero rating). 
 
Z novo zakonodajo se lahko internetni promet upravlja tako dolgo, dokler je uporabnik 
seznanjen s politiko in pogoji pogodbe. Telekomunikacijski operaterji morajo delovati v 
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skladu s transparentnostjo, enakostjo, nediskriminiranostjo pogojev ter z zagotavljanjem 
konkurence. Zaščita potrošnikov ter konkurenca sta še posebej okrepljeni, tako da 
podjetja ne slabšajo internetne povezave oz. dostopa do aplikacij in storitev, če bi to 
vplivalo na uporabnike. Zakon tudi določa, da se lahko internetni promet upravlja do te 
mere, da je zagotovljena povezava za delovanje storitev in aplikacij sprejemljiva oz. 
primerna. 
 
Brazilski internetni zakonodajni okvir oz. Marco Civil da Internet uveljavlja načela, 
jamstva, pravice in dolžnosti, ki so povezane z uporabo interneta v Braziliji. 
 
Zakon je sestavljen iz 32 členov, ki so razdeljeni v 5 poglavij. Prvo poglavje zajema 
uvodne določbe. 2. člen navaja, da temelji uporaba interneta v Braziliji na spoštovanju 
svobode do izražanja ter med drugim tudi na odprtosti in sodelovanju, svobodni 
konkurenci ter varstvu potrošnikov. Drugo poglavje opredeljuje pravice in jamstva 
uporabnikov, kjer je npr. določeno, da ima uporabnik pravico do zaupnosti shranjenih 
podatkov in zasebnih pogovorov. Tretje poglavje opredeljuje nevtralnost interneta, zaščito 
dnevnika, osebnih podatkov ter zasebnih sporočil, odgovornost za škodo, ki izhaja iz 
vsebine, ki je generirana s strani tretjih oseb, ter sodne zahteve za dostop do evidenc. 
Četrto poglavje zakona se nanaša na vlogo javnosti pri razvoju interneta v Braziliji (npr. 
sodelovanje zainteresiranih skupin). Zakon zaključuje zadnje, peto poglavje oz. končne 
določbe. 
 
Na nevtralnost interneta se, kot že omenjeno, nanaša prvi odsek tretjega poglavja, ki ima 
naslov Določbe povezljivosti in internetnih aplikacij. V 9. členu je opredeljeno, da tisti, ki 
je odgovoren za prenos, preklapljanje in usmerjanje internetnega prometa, mora ravnati 
enakopravno z vsemi vrstami podatkov, brez razlikovanja med vsebino, izvorom in 
destinacijo, storitvami, terminali ali aplikacijami. Nadalje zakon določa, da se lahko 
diskriminacija in slabšanje internetne povezave opravi le izjemoma, in sicer zaradi: 
- tehničnih zahtev, ki so potrebne za pravilno delovanje storitev in aplikacij, 
- prioritizacije storitev nujne pomoči. 
 
Pri tem pa se mora vseeno upoštevati, da se uporabnikom ne napravi škoda, ukrepi pa 
morajo biti sorazmerni, transparentni ter tudi enakopravni. Prav tako morajo biti ukrepi 
predhodno najavljeni v smislu jasnosti in transparentnosti. Uporabniki morajo biti 
seznanjeni z upravljanjem internetnega prometa ter s sprejetimi ukrepi in praksami, 
vključno z delom, ki se nanaša na varnost omrežja. Prav tako pa morajo biti storitve 
ponujene po nediskriminatornih tržnih pogojih ter se hkrati ne smejo posluževati 
protikonkurenčnega ravnanja. 
 
V 9. členu je prav tako določeno, da se internetna povezava, ki je bodisi plačljiva ali 
brezplačna, ne glede na to, ali so podatki v prenosu, usmerjanju ali preklapljanju, ne sme 




4.3.2 POSEGI V NEVTRALNOST INTERNETA 
Iz prejšnjega poglavja lahko razberemo, da brazilska zakonodaja, ki natančneje 
opredeljuje nevtralnost interneta, prepoveduje blokiranje internetne vsebine ter slabšanje 
oz. upočasnjevanje internetne povezave (z izjemo nujnih ukrepov). Zakon navaja, da 
morajo biti storitve ponujene po nediskriminatornih tržnih pogojih, hkrati pa se ne sme 
posluževati protikonkurenčnega ravnanja. S tem se lahko razume, da storitve ničelne 
tarife niso dovoljene. Glede prioritizacije lahko razumemo, da je le-ta dovoljena zgolj v 
izjemnih primerih, kot je prioritiziranje za učinkovitejše delovanje storitev nujne pomoči. 
Zakon ne omenja plačljive prioritizacije, omejitev na opremi ali aplikacijah ter 
specializiranih in inovativnih storitev. 
4.3 ČILE 
Po dolgi razpravi, ki se je v kongresu vlekla 3 leta, so 26. avgusta 2010 v uradnem listu 
uradno objavili spremembo Zakona o telekomunikacijah. Čile, država Južne Amerike, je 
tako postala prva država na svetu, ki je integrirala načela nevtralnosti interneta v svojo 
zakonodajo. Zakon je bil sprejet 13. julija 2010 in razglašen 18. avgusta 2010. 
 
Projekt je bil vložen v predstavniški dom za razpravo marca 2007. Sestavljen je bil iz nekaj 
členov, zanje pa so sprva mislili, da bodo vstavljeni v Zakon o varstvu potrošnikov. 
Kasneje se je Komisija za znanost in tehnologijo odločila, da ob upoštevanju značilnosti 
interneta za komuniciranje na daljavo ter drugih storitev in aplikacij, spremeni projekt ter 
ga vključi v Zakon o telekomunikacijah. Poleg tega pa je obstajalo mišljenje, da bi organ, 
pristojen za telekomunikacije, bil primernejši za interpretacijo regulacije uporabnikovih 
pravic ter bi hkrati nudil prilagodljivost, ki je potrebna za takšno področje, kot je internet 
oz. napredovanje in spreminjanje njegovih uporabnikov ter povezanih storitev in aplikacij 
(Carey, 2015). 
 
Eden izmed najpomembnejših elementov tega zakona je to, da je prišla pobuda za njegov 
nastanek od državljanov, združenih in organiziranih v skupnosti Neutralidad SI! (prevod 
Neutrality YES!). Omenjena skupnost je prepričala predstavnike kongresa o pomembnosti 
ter pomenu takšnega zakona, ki zagotavlja pravice uporabnikov interneta. Skupnost je 
med drugim predstavila, kako večji internetni ponudniki delujejo v nasprotju z načelom 
nevtralnosti interneta, saj med drugim blokirajo določena vrata (ports; gre za vmesnik, 
preko katerega se pošiljajo ali prejemajo podatki), ki omogočajo izmenjavo P2P datotek 
(Ruiz, 2015). Preko kampanje, ki je potekala preko družbenih omrežij, kot sta Twitter in 
Facebook ter tudi po različnih forumih, je skupnost Neutralidad Si predstavljala gonilno 
silo, ki se je zavzemala za sprejetje zakona, ter bila za njeno sprejetje v največji meri tudi 
zaslužna. Ta uspeh tudi dokazuje potencial tovrstnih organizacij ter tudi moč javnosti in 
glasu državljanov (Open Media, 2016). 
 
Zakon št. 20.453 potrdi in vzpostavi načelo nevtralnosti interneta za potrošnike ter 
uporabnike interneta. Sprejeta dopolnitev tako doda 3 člene (24 H, 24 I in 24 J) v Zakon o 
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telekomunikacijah, ki nosi oznako 18.168. Nove določbe opredeljujejo dolžnosti oz. 
obveznosti ponudnikov internetnih storitev ter telekomunikacijskih koncesionarjev, ki ISP-
jem nudijo storitve (Carey, 2015). Glavne spremembe so:  
 
Člen 24 H (razdeljen na 4 odstavke): 
 
a) Ponudnik internetnih storitev ne sme samovoljno ovirati, blokirati, se vmešavati, 
diskriminirati ali omejevati pravic internetnih uporabnikov, da uporabljajo, 
pošiljajo, prejemajo ali ponujajo kakršnokoli legalno vsebino, aplikacijo in storitev 
preko interneta. V zvezi s tem morajo potrošnikom zagotoviti dostop do interneta, 
ki pa mora biti takšen, da vsebine, aplikacije in storitve ne bodo arbitrarne oz. se 
ne bodo samovoljno ločevale med seboj na podlagi lastništva.  
 
Vseeno pa lahko ponudniki telekomunikacijskih storitev in ponudniki dostopa do 
interneta sprejmejo določene ukrepe, ki bi bili potrebni za upravljanje internetnega 
prometa in omrežja. Vendar pa lahko to naredijo le na področju, za katerega so 
bili pooblaščeni, in pod pogojem, da ukrepi, ki se izvajajo, ne vplivajo na svobodno 
konkurenco. Trgovci in dobavitelji si prav tako prizadevajo za ohranitev zasebnosti 
uporabnikov, za zaščito pred virusi ter za varnost omrežja. Dovoljeno je blokiranje 
dostopa do določene vsebine, aplikacij ali storitev, vendar le na zahtevo 
uporabnika in na njegove stroške. V vsakem primeru pa takšno arbitrarno 
blokiranje lahko vpliva na ponudnike storitev in aplikacij na internetu. 
 
b) Ponudniki internetnih storitev ne smejo omejevati pravic uporabnikov glede 
uporabe katere koli vrste instrumentov oz. naprav v omrežju, če so le-te zakonite 
in ne škodujejo omrežju oz. kakovosti omrežja ali storitev. 
 
c) V kolikor uporabnik zahteva od ponudnika, da mu le-ta ponudi storitev 
starševskega nadzora, s katero bi se zavaroval pred nelegalno vsebino oz. drugo 
za uporabnika nemoralno vsebino, mu jo mora ponudnik na uporabnikove stroške 
tudi zagotoviti. Uporabnik mora biti vnaprej jasno obveščen o pogojih in o uporabi 
ter razsežnosti takšne storitve. 
 
d) Ponudniki morajo na svojih spletnih straneh objaviti vse informacije, ki se 
nanašajo na karakteristike dostopa do interneta, ki ga ponujajo – hitrost, kakovost 
povezave, razlikovanje med nacionalnimi in mednarodnimi povezavami ter tudi 
jamstvo za storitve. 
 
Člen 24 I 
 
Pravice internetnih uporabnikov bo ščitilo Ministrstvo za promet in telekomunikacije preko 
pristojnega organa, in sicer s kaznovanjem vsakršne kršitve obveznosti ponudnikov, ki se 
nanaša na implementacijo, uresničevanje ter delovanje internetne nevtralnosti ter bi s 
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takšnimi dejanji preprečevali, ovirali ali na kakršenkoli drug način ogrožali razvoj in 
uveljavljanje pravic uporabnikov. 
 
Člen 24 J 
 
Ureditev bo vzpostavila minimalne standarde oz. pogoje, ki jih mora izpolnjevati ponudnik 
dostopa do interneta. Le-ta bo moral na svoji spletni strani objaviti ter redno posodabljati 
vse informacije, ki se nanašajo na ponujene storitve in njihovo vrsto, hitrost internetne 
povezave in dostopnost, raven preobremenjenosti omrežja, razpoložljivost povezave ter 
čas nedostopnosti in predvidenega ponovnega delovanja, upravljanje prometa in uporabo 
orodij za njegovo upravljanje (Biblioteca del Congreso Nacional de Chile, 2016). 
 
Iz obravnavanega poglavja razberemo, da čilska zakonodaja v 24H. členu Zakona o 
telekomunikacijah prepoveduje blokiranje dostopa do legalne vsebine oz. storitev. 
Blokiranje je dovoljeno le, če to uporabnik izrecno zahteva. Prepovedi slabšanja oz. 
upočasnjevanja zakon neposredno ne omenja oz. tega pojma natančneje ne opredeljuje. 
Omenjeno pa bi sicer lahko razumeli pod pojmoma prepovedano oviranje oz. omejevanje. 
Zakon se prav tako neposredno ne opredeljuje do storitev ničelne tarife, vendar pa, ker je 
navedeno, da mora biti dostop do interneta takšen, da vsebina, aplikacije in storitve ne 
bodo arbitrarne, lahko omenjeno razumemo, kot da dostop do aplikacij ne sme biti 
arbitraren, torej samovoljen, poljuben, kar pomeni, da storitve ničelne tarife niso 
dovoljene. Glede prioritizacije lahko razumemo, da je le-ta dovoljena le v izjemnih 
primerih, ko se sprejemajo določeni ukrepi za upravljanje internetnega prometa – pri tem 
pa ne smejo vplivati na svobodno konkurenco. Zakon prav tako prepoveduje kakršnekoli 
omejitve na opremi ali aplikacijah, če so le-te zakonite ter ne škodujejo omrežju oz. 
storitvam. V zakonu ni omenjena plačljiva prioritizacija, prav tako pa tudi ne specializirane 
in inovativne storitve. 
4.4 ZDRUŽENE DRŽAVE AMERIKE 
Ruane (2014, str. 1) trdi, da mora obstajati meja med upravljanjem omrežja, ki je nujno 
potrebno za zagotavljanje kakovostnih storitev za uporabnika, ter upravljanjem omrežja, 
ki je protikonkurenčno oz. kakorkoli drugače škodljivo za prosto izmenjavo informacij. 
Ravno zaradi tega, da se zagotovi, da lahko internetni uporabniki prejmejo kakršnokoli 
legalno vsebino, ki obstaja na internetu, brez strahu, da bi se ponudnik dostopa do 
interneta vmešal v prenos oz. le-tega kakorkoli drugače upočasnjeval ali slabšal, so 
številni mnenja, da je potrebno regulirati prakse upravljavcev omrežja. Drugi spet trdijo, 
da so tovrstne regulacije nepotrebne. Ameriška Zvezna komisija za telekomunikacije je 
poskušala to vprašanje rešiti že več let.  
4.5.1 IZJAVA O INTERNETNI POLITIKI 
Leta 2005 je FCC izdala t.i. Izjavo o internetni politiki (Internet Policy Statement). Izjava 
je skušala izraziti mnenje Zvezne komisije o tem, da bi morali imeti uporabniki 
širokopasovne povezave dostop do celotne legalne vsebine na internetu ter da bi morale 
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biti vse legalne aplikacije uporabne na teh omrežjih. FCC je prav tako menil, da se lahko 
pravice uporabnikov omejijo, če to zahtevajo potrebe ponudnikov, da lahko razumno 
upravljajo s svojim omrežjem. Čeprav Izjava o internetni politiki ni bila razglašena v 
uredbo, je FCC vztrajal pri tem, da ima dovolj pooblastil, da ta načela uveljavi, v kolikor bi 
bilo potrebno. 
 
Dve leti po izidu Izjave o internetni politiki, je bilo preko različnih eksperimentov medijev 
(predvsem Associated Press) ugotovljeno, da se podjetje Comcast Corporation (Comcast) 
občasno vmešava v uporabo aplikacije, imenovane BitTorrent, in potencialno tudi v druge 
P2P programe za izmenjavo datotek ter s tem upravlja podatkovni promet. V odgovor na 
vse večjo medijsko izpostavljenost podjetja Comcast in v zvezi z njegovim blokiranjem 
aplikacij P2P, ki z »razumnim upravljanjem omrežja« ni imelo veliko skupnega, je FCC 
izvedla preiskavo praks upravljanja omrežja tega podjetja. Zvezna komisije je ugotovila, 
da Comcast krši Izjavo o internetni politiki, saj je podjetje blokiralo določene aplikacije na 
svojem omrežju, prav tako pa takšne prakse niso bile mišljene kot »razumno upravljanje 
omrežja«. Podjetje Comcast je oporekalo pristojnosti Zvezne komisije, da sploh lahko izda 
takšno odločitev ter se pritožilo na sodišče (U.S. Court of Appeals). Sodišče je odločilo, da 
Zvezna komisija ni uporabila ustreznega argumenta za uveljavljanje pristojnosti nad 
praksami upravljanja omrežja ter je hkrati preklicalo odločitev proti podjetju. 
 
Po odločitvi sodišča v primeru Comcast je FCC izdal novo osnovo za regulacijo 
širokopasovnega upravljanja interneta. Gre za t.i. Open internet Order. Nov dokument je 
predstavljal splošna pravila za ponudnike internetnih storitev, podobno kot je bilo to 
predstavljeno že v prej omenjeni Izjavi. Pravila so bila ponovno predmet ugovora na 
sodišču, tokrat s strani podjetja Verizon. Nekatera pravila je nato sodišče tudi razveljavilo. 
4.5.2 ODREDBA ODPRTEGA INTERNETA (2010) 
Zvezna komisija je 21. decembra 2010 sprejela Odredbo odprtega interneta (angleško: 
Open Internet Order), splošna pravila ceste, kot jih je Komisija tudi imenovala, za storitve 
širokopasovnega dostopa do interneta ter upravljanje prometa. Trdili so, da so pravila 
nujna za ohranitev odprtega interneta za vse, prav tako pa bi se s tem spodbujalo 
investicijo v nove tehnologije in infrastrukturo omrežja. Medtem ko je Komisija trdila, da 
obstaja zgolj »en internet«, so dejali tudi, da lahko obstajajo razlike v strukturi in 
zmogljivosti omrežja. Še posebej je Komisija prepoznala razliko med tehnološko 
zmogljivostjo žične oz. fiksne širokopasovne povezave ter brezžične širokopasovne 
povezave. Brezžična povezava je bila v njihovih očeh še vedno v fazi razvoja ter tako ni 
imela tako velikih zmogljivostih kot pri ponudnikih žične povezave. To je bil tudi razlog, da 
so menili, da je potrebno ponudnike brezžičnih storitev obravnavati drugače, zato bi se 
tudi sprejeta pravila med ponudniki nekoliko razlikovala oz. bi se jih obravnavalo malo 
drugače.  
 
Pomembno je vedeti tudi, da se pravila nanašajo zgolj na storitve dostopa do interneta. 
Ne zajemajo t.i. ponudnikov »obrobnih storitev«, kamor spadajo ponudniki aplikacij ter 
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internetne vsebine. Obrobne storitve zajemajo vse, od različnih blogov do Googla ter vse 
do različnih trgovin za aplikacije. 
4.5.2.1 Pravila ponudnikov storitev žične oz. fiksne povezave 
Komisija je uvedla 3 osnovna pravila za ponudnike storitev žične oz. fiksne povezave. To 
so: pravilo transparentnosti, pravilo proti blokiranju ter pravilo proti nerazumni 
diskriminaciji. Komisija je pravila označila kot splošna načela ter dala navodila panogi, kaj 




Osebe, ki zagotavljajo storitve širokopasovnega dostopa do interneta, morajo javno 
razkriti točne informacije, ki se nanašajo na prakse upravljanja omrežja, zmogljivost ter 
komercialne pogoje svojih širokopasovnih storitev dostopa do interneta. Informacije 
morajo zadostovati uporabnikom oz. potrošnikom, da lahko informirano sprejmejo 
odločitve, ki se nanašajo na uporabo tovrstnih storitev. 
 
Pravilo pri tem omogoča ponudnikom diskrecijo pri določanju, katere informacije točno 
bodo razkrili. Komisija pa je hkrati podala predloge za vrsto informacij, za katere bi se 
pričakovalo, da bi bile razkrite. Kot že omenjeno, so to tri glavna področja: prakse 
upravljanja omrežja, zmogljivost ter komercialni pogoji. Na področju upravljanja omrežja 
je Komisija predlagala, da podjetja zagotovijo informacije, ki se nanašajo na prakse 
upravljanja prezasedenosti omrežja, pravila za priključevanje naprav ter prakse o 
upravljanju posameznih programov in aplikacij. V okviru zmogljivosti oz. značilnosti 
delovanja je Komisija predlagala, da informacije zajemajo opis storitev in s tem tudi 
pričakovano stopnjo zmogljivosti storitev ter vpliv in učinek specializiranih storitev, ki bi 
lahko bile ponujene oz. bodo na voljo. Pri komercialnih pogojih pa je Komisija predlagala, 
da informacije vključujejo določanje cen, pravilnik o zasebnosti, ki zajema tudi informacije 
o tem, kako so podatki, ki jih zbira ponudnik, uporabljeni, ter možnost uporabe pravnih 
sredstev, ki bi bila potrebna za reševanje sporov. 
 
Komisija je poudarila tudi, da ti predlogi niso obvezni, niti ni potrebno vključiti vseh 
predlogov. Vsak ponudnik mora razmisliti o svojemu omrežju in storitvah ter prilagoditi 
informacije, da bodo ustrezale posamezni storitvi. Prav tako pa Komisija ne zahteva, da 
ponudniki razkrijejo kakršnekoli notranje informacije. 
 
Pravilo proti blokiranju 
 
Namen pravila proti blokiranju je bil to, da se zagotovi končnim uporabnikom dostop do 
katerekoli želene zakonite vsebine oz. aplikacije na internetu. Komisija je bila mnenja, da 
je to pravilo nujno potrebno pri uresničevanju odprtosti in konkurenčnosti zagotavljanja 
storitev širokopasovnega dostopa do interneta (večina oz. kar vsi večji svetovni ponudniki 
namreč trdijo, da na svojem omrežju ne blokirajo nobene zakonite vsebine).  
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V pravilu je navedeno, da osebe, ki zagotavljajo fiksni oz. žični dostop do širokopasovnega 
interneta, ne smejo blokirati zakonite vsebine, aplikacij, storitev ali naprav, ki niso 
škodljive, v skladu z razumnim upravljanjem omrežja. 
 
Pravilo velja za vse zakonite komunikacije preko interneta, vključujoč komunikacijo, ki 
morda ne ustreza jasno definiciji aplikacije oz. storitve. Prav tako pa besede »blokiranje« 
pomeni prepoved slabšanja oz. degradiranja zakonite vsebine v tem smislu, da le-ta 
postane neuporabna. Npr. aplikacije, ki zagotavljajo pretakanje video vsebine preko 
interneta, potrebujejo večjo internetno zmogljivost. Zmanjševanje hitrosti, s katero je 
video vsebina dostavljena uporabniku, lahko povzroči negledljivost videa oz. drugače moti 
izkušnjo gledanja te vsebine. Ponudniki širokopasovnih storitev pa vsekakor imajo 
zmožnost namernega upočasnjevanja hitrosti dostavljanja podatkov. Zvezna komisija prav 
tako jasno pojasnjuje, da je namerno upočasnjevanje do te mere, da videa ni možno 
gledati, kršitev pravil odprtega interneta (ob upoštevanju razumnega upravljanja 
omrežja). Npr. v času povečanega obsega internetnega prometa se lahko, da bi 
uporabniki v določenem območju imeli dostop do interneta, s strani ponudnika upočasni 
dostavljanje internetnih podatkov, kot je npr. pretakanje video vsebine. Po mnenju 
Komisije je tovrstno upočasnjevanje, kot potrebno orodje upravljanja omrežja, dovoljeno 
in se ne šteje kot kršitev pravila o neblokiranju. 
 
Pravilo proti nerazumni diskriminaciji 
 
Pravilo proti nerazumni diskriminaciji je ločeno od pravila proti blokiranju (vendar tudi 
tesno povezano). Omenjeno pravilo spoznava, da je veliko število ponudnikov dostopa do 
fiksnega interneta tudi ponudnikov internetne vsebine oz. imajo lahko določene povezave 
s tovrstnimi ponudniki. Rezultat tega je lahko tudi to, da imajo ponudniki dostopa do 
fiksnega interneta tako sposobnost kot tudi motiv do favoriziranja lastne vsebine oz. 
vsebine povezanih podjetij pred drugo vsebino. 
 
Pravilo navaja, da osebe, ki se ukvarjajo z zagotavljanjem fiksnega oz. žičnega dostopa do 
širokopasovnega interneta, ne smejo nerazumno diskriminirati prenosa zakonitega 
internetnega prometa preko uporabnikovega dostopa do interneta. Razumno upravljanje 
omrežja ne sme predstavljati nerazumne diskriminacije. Bolj kot je ponudnik 
transparenten na področju upravljanja prometa, večja je verjetnost, da se takšen 
ponudnik šteje kot razumen. Prav tako se takšen ponudnik šteje kot razumen, če ima 
končni uporabnik večjo kontrolo za upravljanje vsebine, ki si jo želi prejeti. Omenjeno 
pravilo pa ne nasprotuje temu, da ponudniki dostopa do interneta razvijejo tirni sistem 
storitev, kjer lahko zahtevnejši uporabniki plačajo več za hitrejši internet, manj zahtevni 
uporabniki pa plačajo manj za počasnejši internet. Kljub temu pa je Komisija izrazila 
določeno mero zaskrbljenosti pri t.i. plačljivi priorizitaciji, kjer se internetni ponudnik ter 
neka tretja oseba (ponudnik »obrobnih« storitev) dogovorita o favoriziranju določenega 
prometa nad drugim. Kot primer navedenega bi bil to, da ponudnik žičnega dostopa do 
interneta sprejme denar podjetja Netflix, s katerim bi si to podjetje zagotovilo, da bo 
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promet preko njihovih storitev potekal hitreje in bolj tekoče kot promet, ki bi potekal po 
ponudnikovem omrežju do konkurenčnih video storitev, kot jih ponujata npr. Hulu ali 
Amazon. Komisija je tako navedla, da plačljiva prioritizacija v kontekstu dogovorov med 
ponudniki »obrobnih« storitev in ponudniki dostopa do interneta lahko krši pravilo o 
prepovedi nerazumne diskriminacije. 
 
Razumno upravljanje omrežja 
 
Da bi se zagotovilo boljše smernice o tem, kaj je dovoljeno, je Komisija razvila definicijo, s 
katero bi se opredelilo, za katere aktivnosti se sprejme, da spadajo med razumno 
upravljanje omrežja. Definicija opredeljuje, da je praksa upravljanja omrežja razumna, če 
je primerna in prilagojena za doseganje zakonitega namena upravljanja omrežja, 
upoštevajoč posebno arhitekturo omrežja in tehnologijo storitev širokopasovnega dostopa 
do interneta. Zakonitost namena med drugim vključuje zagotavljanje omrežne varnosti in 
integritete, obravnavanje prometa, ki je nezaželen s strani uporabnika ter zmanjševanje 
oz. blaženje posledic preobremenjenosti omrežja. 
4.4.5.2 Pravila ponudnikov storitev brezžične oz. mobilne povezave 
Pravila, ki jih je Komisija določila za mobilne operaterje, so nekoliko drugačna kot tista pri 
brezžični širokopasovni povezavi. Po mnenju Komisije je mobilna povezava v zgodnejši 
fazi razvoja kot fiksna povezava, a se hitro razvija. Vendar ne samo, da je v zgodnejši 
razvoji fazi, mobilna povezava ima prav tako manjše skupne zmogljivosti v primerjavi s 
fiksnim omrežjem za prenos podatkov naprednejših internetnih storitev, kot je npr. 
pretakanje video vsebin. Kot rezultat navedenega je Komisija določila, da sta pri mobilni 





Pravilo transparentnosti velja za brezžično povezavo v večji meri enako kot velja pri žičnih 
širokopasovnih storitvah. Ponudnikom mobilne povezave ni potrebno dovoliti, da se vse 
naprave in aplikacije tretjih oseb priključijo na njihovo omrežje. Vseeno pa morajo tovrstni 
ponudniki razkriti postopke certificiranja za takšne naprave ter aplikacije. 
 
Pravilo proti blokiranju 
 
Pravilo proti blokiranju se glasi nekoliko drugače kot pri fiksni povezavi. Navedeno je, da 
osebe, ki se ukvarjajo z zagotavljanjem mobilnega dostopa do širokopasovnega interneta, 
uporabnikom ne smejo blokirati dostopa do zakonitih spletnih strani (ob razumnem 
upravljanju omrežja), prav tako pa osebe ne smejo blokirati aplikacij, ki so konkurenčne 
oz. tekmujejo s ponudnikovimi glasovnimi ali video storitvami telefonije, ob 
upoštevajočem razumnem upravljanju omrežja.  
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Pravilo je torej ožje kot pravilo proti blokiranju, ki je veljalo pri fiksnih storitvah, saj je tam 
veljala prepoved blokiranja vsakršne zakonite vsebine na internetu, med tem kot pri 
mobilnih storitvah velja le prepoved blokiranja zakonitih spletnih strani. Pomembno je 
tudi, da je pravilo prepovedalo blokiranje internetnih storitev, ki utegnejo konkurirati 
glasovnim in telefonskim storitvam mobilnih ponudnikov. V praksi to pomeni, da je 
mobilnemu ponudniku prepovedano blokirati aplikacije, kot je npr. Skype, da deluje na 
njegovem brezžičnem omrežju. 
 
Omenjeno pravilo je prav tako predmet razumnega upravljanja omrežja, ki pa ima enak 
pomen tako pri ponudnikih fiksnih storitev kot ponudnikih mobilnih storitev. Komisija je 
bila mnenja, da je definicija dovolj široka, da lahko zajema različne omrežne arhitekture, 
hkrati pa ni verjela, da je potrebno razviti različni definiciji za fiksno in brezžično 
upravljanje omrežja, še opisuje Ruane (2014, str. 1-9). 
 
Sprejeta pravila so bila, kot že omenjeno, sprejeta 21. decembra 2010, veljati pa so 
začela 20. novembra 2011, 60 dni po objavi v Zveznem registru. Po objavi teh pravil so 
bile na pristojna sodišča naslovljene številne pritožbe za pregled omenjenih pravil. 
Najvztrajnejši so bili pri podjetju Verizon Communications, ki je bilo kmalu tudi edini 
preostali nasprotnik tem pravilom in je pravico iskalo na sodišču. Pri podjetju so, poleg 
drugih vprašanj, izpostavljali, da gre v tem primeru za kršitev svobode govora ter da je 
FCC prekoračil svoja pooblastila pri vzpostavitvi pravil. Sodišče je svojo odločitev sporočilo 
14. januarja 2014, ko je podprlo pristojnost Zvezne komisije, da regulira ponudnike 
širokopasovnega dostopa do interneta, prav tako pa je podprlo t.i. pravilo o 
transparentnosti oz. zahtevo po razkritju določenih informacij. Sodišče pa se ni strinjalo 
ter je tudi preklicalo pravilo o prepovedi blokiranja ter pravilo o nediskriminaciji. Zakon o 
komunikacijah namreč izrecno prepoveduje, da se ponudniki informacijskih storitev 
obravnavajo kot »common carriers«, ki so urejeni v Title II tega zakona. Sodišče je bilo 
mnenja, da je pravilo o nediskriminaciji, ki se nanaša na ponudnike fiksne povezave, ter 
pravilo proti blokiranju, ki se nanaša tako na ponudnike fiksne kot tudi brezžične 
povezave, nedopustna »common carrier« regulacija informacijskih storitev, zato je tudi ni 
bilo mogoče sprejeti (Gilroy, 2015, str. 5-6). 
 
Po odločitvi sodišča v primeru Verizon proti FCC je Thomas Wheeler, predsednik Komisije, 
sporočil, da se ne bodo pritožili. Dejal je, da bodo še naprej poskušali uveljaviti preklicana 
pravila ter ponovno preučiti možnosti za zakonito uveljavitev regulacije. Wheeler je prav 
tako dejal, da Komisija ne namerava prerazvrstiti storitev širokopasovnega dostopa do 
interneta kot telekomunikacijske storitve, vendar pa to kljub temu obstaja ena izmed 
odprtih možnosti (Ruane, 2014, str. 14). 
4.5.3 RAZUMEVANJE RAZPRAVE O PRERAZVRSTITVI 
Zakon o komunikacijah iz leta 1934 je vzpostavil osnovne regulatorne elemente, ki še 
naprej urejajo zvezno regulacijo komunikacijske tehnologije. T.i. »Title I« tega zakona je 
ustvaril FCC ter osnovna pravila, po katerih deluje. Naslednji dve poglavji (Title II in Title 
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III) dajeta Zvezni komisiji pristojnost regulacije dveh primarnih komunikacijskih 
tehnologij, ki sta obstajali v tistem času. Title II ureja telefonijo, Title III pa ureja 
oddajanje (predvajanje). Leta 1984 je Kongres dodal tudi Title VI, ki ureja nastajajočo 
novo tehnologijo – kabelsko televizijo. 
 
Uvodne določbe Title I dajejo Komisiji pooblastila, da izvede kakršnakoli dejanja, sprejme 
predpise in pravila, ki so potrebni pri njenem opravljanju nalog in funkcij ter hkrati niso v 
nasprotju z določbami v tem poglavju (Yoo, 2016, str. 1-2). Title I tako daje Komisiji zelo 
malo pooblastil za direktno regulacijo. FCC v praksi tako ne more sprejeti regulacije na 
podlagi Title I, razen če takšna regulacija upravičeno nudi podporo opravljanju katere 
druge dolžnosti Komisije. Title II pa dovoljuje Komisiji, da lahko strožje regulira 
telekomunikacijske storitve. Vprašanje o tem, ali se določena oblika komunikacije lahko 
regulira pod Title I ali Title II, je zelo pomembno, še trdi Ruane (2014, str. 3). 
 
Kako je opredeljen širokopasovni internet? Kot informacijska storitev. To, da je dostop do 
interneta informacijska storitev in ne telekomunikacijska, ima svoje korenine v zgodnejših 
poskusih Zvezne komisije za telekomunikacije v regulaciji predhodnika sodobnega 
interneta. V zadnjem desetletju je Komisija večkrat poudarila, da so storitve kabelskega 
modema, žične širokopasovne storitve, širokopasovne storitve preko energetskih vodov 
ter brezžične širokopasovne storitve t.i. informacijske storitve, ki se urejajo po Title I ter 
niso telekomunikacijske storitve, ki so urejene v Title II Zakona o komunikacijah (Yoo, 
2016, str. 2-3). 
 
Ruane (2014, str. 2-4) nadalje opisuje, da v Zakonu o komunikacijah ni posebnega 
naslova, ki bi urejal ponudnike storitev širokopasovnega dostopa do interneta. Urejanje le-
teh s strani FCC se je razvilo skozi čas, zlasti kot rezultat kombinacije odločitev Komisije in 
primerov iz sodne prakse. Zakon o telekomunikacijah iz leta 1996 je spremenil oz. dopolnil 
Zakon o komunikacijah iz leta 1934 na takšen način, da je podelil pristojnosti Zvezni 
komisiji za vse meddržavne komunikacije preko žice ali radia, torej je podal pod 
pristojnost FCC tudi širokopasovni internet. Prav tako pa zakon ne dovoljuje, da Komisija 
regulira vse meddržavne komunikacije enako. Določene oblike komunikacije so lahko bolj 
striktno urejene kot druge. 
 
Pred Zakonom o telekomunikacijah iz leta 1996 je bila Komisija soočena z vprašanjem, če 
sploh in kako regulirati ponudnike internetnih storitev. Sprva se je Komisija odločila 
ločevati med t.i. osnovnimi storitvami (basic services) in naprednejšimi storitvami 
(enhanced services). Osnovne storitve so pomenile »čiste« komunikacijske storitve – npr. 
telefonski klic. Naprednejše storitve pa so po drugi strani vključevale računalniško 
obdelavo, ki je vplivala na vsebino, kodo, protokol itd. Ta definicija je vključevala tudi 
storitve, ki so uporabnikom zagotovile povezavo do interneta. Potrebno je tudi opomniti, 
da je bila v času sprejemanja teh definicij večina povezav na internet dosežena preko dial-
up povezave. Torej, komponenta za prenos povezave na internet je bila obravnavana 
ločeno od storitev, ki so zagotavljale dejansko internetno povezavo. Osnovne storitve 
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(komponenta za prenos) so bile predmet zahtev »common carrier«, medtem ko 
naprednejše storitve (komponenta za povezavo) niso bile. 
 
Ta regulativni sistem je bil v veljavi tudi, ko je Kongres sprejel Zakon o telekomunikacijah 
iz leta 1996, v zakonu pa je Kongres ohranil podobno razlikovanje. V skladu z Zakonom o 
telekomunikacijah so telekomunikacijski ponudniki (telecommunications carriers) predmet 
regulacije »common carriers«, vendar le to te mere, ko posredujejo telekomunikacijske 
storitve. Ponudniki informacijskih storitev pa po drugi strani niso predmet t.i. regulacije 
»common carriers«. Na podlagi teh definicij je Komisija obravnavala »čisti prenos« 
(telefonski klic) kot telekomunikacijsko storitev in storitev dostopa do interneta kot 
informacijsko storitev. 
 
Zvezna komisija je leta 2002 spremenila smer svojega mišljenja pri tem, kako se 
obravnava zagotavljanje dostopa do širokopasovnega interneta ponudnikov preko kabla. 
Namesto da bi se tisti delež ponudnikov širokopasovnih storitev, ki ponujajo dostop do 
interneta, obravnavalo kot informacijske storitve ter storitve prenosa kot 
telekomunikacijske storitve, se je Komisija odločila, da kabelska podjetja nudijo 
integrirane informacijske storitve, kadar ponujajo kabelske širokopasovne internetne 
storitve. Kot rezultat te interpretacije pa so bili kabelski ponudniki širokopasovnih storitev 
izvzeti iz Title II »common carrier« regulacije. 
 
Vrhovno sodišče je potrdilo odločitev FCC o razvrstitvi kabelskih širokopasovnih storitev 
kot informacijske storitve. Sodišče je spoznalo, da so definicije o telekomunikacijskih 
storitvah in informacijskih storitvah v Zakonu o komunikacijah dvoumne ter da jih je 
Komisija razumno interpretirala. Tako je bilo prepuščeno Komisiji, da odloči, če se bodo 
storitve dostopa do interneta regulirale z Title II kot telekomunikacijske storitve, ki so 
predmet »common carrier« regulacije, ali pa z manj strožjim poglavjem Title I kot 
informacijske storitve. 
 
Komisija se je nazadnje odločila, da obravnava vse vrste širokopasovnih storitev dostopa 
do interneta, tako fiksne kot mobilne, kot informacijske storitve, s čimer so si omejili 
lastno pristojnost za neposredno regulacijo ponudnikov širokopasovnih internetnih 
storitev. Kljub temu pa je Komisija trdila, da ne glede na razvrstitev teh storitev kot 
informacijskih, imajo še vedno zakonska pooblastila za sprejetje potrebnih regulacij 
ponudnikov internetnih storitev, v kolikor bi bilo to potrebno. Komisija je, kljub temu da je 
izgubila v primeru Comcast, še vedno trdila, da ima potrebna pooblastila za izdajo 
predpisov, ne da bi bilo potrebno prerazvrstiti storitve kot telekomunikacijske storitve. 
4.5.4 ODREDBA ODPRTEGA INTERNETA 2015  
V Združenih državah Amerike so bila nova pravila o tem, kako naj bi bil internet urejen, 
sprejeta 26. februarja 2015, ko jih je odobrila Zvezna komisija za telekomunikacije. Pravila 
odprtega interneta oz. Odredba odprtega interneta je namenjena zaščiti svobodnega 
izražanja ter inovacijam na internetu. Prav tako pa promovirajo in spodbujajo investicije v 
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širokopasovno omrežje. Potrošnikom in podjetjem zagotavljajo dostop do hitrega, 
poštenega in odprtega interneta. Pravila se nanašajo tako na fiksno kot mobilno omrežje 
ter hkrati priznavajo vse večji pomen mobilnega dostopa do interneta v zadnjih letih. 
Pravila bodo tudi zaščitila uporabnike ne glede na to, na kakšen način dostopajo do spleta 
– ali gre za osebni računalnik ali pa za mobilni telefon. Pravila odprtega interneta so 
začela veljati 12 junija 2015. 
 
Sprejeta pravila so sledeča: 
- Prepovedano blokiranje: ponudniki dostopa do interneta ne smejo blokirati 
dostopa do legalnih vsebin, aplikacij ali storitev oz. do naprav, ki niso škodljive 
- Prepovedano upočasnjevanje oz. slabšanje internetne povezave: ponudniki 
dostopa do interneta ne smejo škodovati oz. poslabšati zakonitega internetnega 
prometa na podlagi vsebine, aplikacij, storitev oz. naprav, ki niso škodljive. 
- Prepovedana plačljiva prioritizacija: ponudniki dostopa do interneta ne smejo 
favorizirati oz. dajati prednosti nekemu zakonitemu internetnemu prometu pred 
drugim prometom v kakršnokoli zameno. Povedano z drugimi besedami, pravilo 
prepoveduje t.i. hitre linje (fast lines). Pravilo pa prav tako ponudnikom 
prepoveduje prioritiziranje vsebine in storitev svojih podružnic oz. drugih 
povezanih družb (FCC, 2016). 
- Brez neupravičenega vmešavanja ali postavljanja v slabši položaj potrošnikov oz. 
ponudnikov »obrobnih« storitev: Komisija je ustvarila pravilo, namenjeno za 
prepoved kakršnekoli praks, ki jih ni preučila, ter neugodno vplivajo oz. postavljajo 
v slabši položaj potrošnike ali ponudnike »obrobnih« storitev. Namreč - ponudniki 
dostopa do interneta lahko svojo pristranskost izvajajo preko številnih tehničnih ali 
ekonomskih načinov.  
 
Vsako izmed naštetih pravil, z izjemo prepovedi plačljive prioritizacije, je tako kot pri 
Pravilih iz leta 2010 predmet razumnega upravljanja omrežja. Torej se lahko takšne 
prakse izvajajo tako dolgo, dokler so storjene iz tehničnih razlogov. Pravilo o razumnem 
upravljanju omrežja dovoljuje fleksibilnost v določanju, kaj na podlagi posebne omrežne 
strukture pomeni izraz »razumno«. In ravno ta fleksibilnost omogoča Komisiji, da 
uporablja enaka pravila tako za fiksne kot brezžične ponudnike. Plačljiva prioritizacija, kot 
že omenjeno, ni predmet razumnega upravljanja omrežja, ker se nanaša na poslovne 
dogovore. Po besedah FCC plačljiva prioritizacija nima tehničnega namena upravljanja 
omrežja. 
 
Odredba 2015 prav tako ohranja pravila o razkritju ponudnikov storitev širokopasovnega 
dostopa do interneta. Le-ti morajo javno razkriti natančne informacije, ki se nanašajo na 
prakse upravljanja omrežja, zmogljivost ter pogoje poslovanja. Potrošnik mora namreč 
imeti dovolj informacij, da lahko sprejme utemeljeno odločitev o tem, ali se bo naročil na 




Za uresničevanje odprtega interneta sedaj ter v prihodnje omenjena pravila vzpostavljajo 
pravne standarde tudi za druge prakse ponudnikov, s katerimi se zagotavlja, da se le-ti ne 
vmešavajo neupravičeno oz. da ne slabšajo uporabnikovega dostopa do interneta. Pravila 
temeljijo na že obstoječih, močnih zahtevah po transparentnosti. Zagotavljajo, da 
ponudnik ohrani sposobnost do upravljanja tehničnega in inženirskega aspekta svojega 
omrežja. Pravni okvir prav tako daje pristojnost oz. možnost Zvezni komisiji za 
telekomunikacije, da izpostavi določena vprašanja oz. težave, ki se lahko pojavijo ob 
prometni ali podatkovni izmenjavi med ponudniki širokopasovnega dostopa do interneta in 
drugimi omrežji ter storitvami (FCC, 2016). 
 
FCC je ob odločitvi sodišča v primeru proti podjetju Verizon imelo tri možnosti, in sicer:  
- FCC bi lahko uveljavil preostala pravila, ki niso bila razveljavljena s strani sodišča; 
- komisija bi se lahko vrnila nazaj na delo ter bi poiskali rešitve ter ustvarili bolj 
fleksibilna pravila, ki bi zdržala tudi presojo pravosodnih organov; 
- prerazvrstitev storitev širokopasovnega dostopa do interneta kot 
telekomunikacijske storitve ter tako uveljaviti stroga pravila, ki jih je Komisija 
predhodno že želela, vendar tokrat na trdnejši zakonski podlagi. 
 
FCC je izdala t.i. Notice of proposed rulemaking (NPRM) oz. Obvestilo o predlaganem 
oblikovanju predpisov, kjer so iskali komentarje glede vseh treh možnosti. Naposled so se 
pri Komisiji odločili za tretjo možnost (prerazporeditev). Če bo omenjeno zdržalo tudi na 
sodišču, bo to pomenilo pomemben premik možnosti Komisije za regulacijo tovrstnih 
storitev ter tudi jasno avtoriteto pri izvajanju ter uveljavljanju načel o nevtralnosti 
interneta.  
 
Odredba 2015 ustvarja nova pravila o nevtralnosti interneta, ki prepovedujejo določene 
aktivnosti. Ta pravila so tudi korak dlje v primerjavi s predhodnimi Pravili odprtega 
interneta iz leta 2010. Npr. 2010. leta so pravila dopuščala možnost, da se dovoli nekatere 
dogovore o plačljivi prioritizaciji, medtem ko nova Odredba plačljivo prioritizaijo dokončno 
prepoveduje s samostojnim pravilom. 
 
Storitve širokopasovnega dostopa do interneta so v Odredbi 2015 definirane kot storitve 
množičnega trga, ki omogočajo dostop do celotnega interneta ter vključujejo tako žične 
kot brezžične storitve. Opredeljene pa so tudi, kot kaj ne predstavljajo omenjenih storitev. 
Takšne storitve ne predstavljajo specializirane storitve, čeprav lahko uporabljajo internetni 
protokol in potujejo po enakih kablih oz. zračnih valovih, vendar ne zagotavljajo dostopa 
do interneta na splošno. Komisija je kot primer specializiranih storitev navedla monitorje 
za srce oz. senzorje za porabo energije. Vseeno pa definicija storitev širokopasovnega 
dostopa do interneta dovoljuje Komisiji, da vanjo vključi katerokoli storitev, za katero 
meni, da je njena funkcionalnost enakovredna definiranim storitvam. Povedano z drugimi 
besedami, če bi se izkazalo, da se določen ponudnik želi izogniti regulaciji odprtega 
interneta s tem, da ponujene storitve imenuje kot specializirane storitve oz. kakršnekoli 
druge storitve, ima FCC pravico, da te storitve vključi v definicijo o storitvah 
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širokopasovnega dostopa do interneta ter tako za njih posledično veljajo Pravila odprtega 
interneta (Ruane, 2015). 
 
Pravila je pozdravil tudi Tim Wu, ki je tudi prvi definiral oz. skoval frazo »nevtralnost 
interneta«. »To je zgodovinski dan v zgodovini interneta,« pa so bile med drugim njegove 
besede. Na drugi strani pa je Združenje telekomunikacijske industrije v ZDA že 
napovedalo, da bodo ponudniki takoj sprožili vse pravne postopke proti sprejetim pravilom 
(Wakefield, 2015). 
 
To pa se je kmalu tudi zgodilo, saj je ameriško Telekomunikacijsko združenje skupaj s 
podjetji, kot je npr. AT&T, 21.3.2015, nekaj dni po sprejetju Odredbe, vložilo tožbo proti 
sprejetim pravilom. Odločitev je bila znana 14. junija 2016, ko je pristojno sodišče v celoti 
podprlo sprejeta pravila. Poraženci v tem primeru se seveda z odločitvijo niso strinjali ter 
svojo pravico že iščejo na Vrhovnem sodišču (Selyukh, 2016). 
4.5.5 ZDA IN POSEGI V NEVTRALNOST INTERNETA 
ZDA s svojo Odredbo o odprtem internetu 2015 prepovedujejo blokiranje dostopa do 
legalnih vsebin, aplikacij, storitev ter naprav, ki niso škodljive. Prav tako je z Odredbo 
prepovedano upočasnjevanje oz. slabšanje internetne povezave in prometa. Storitve 
ničelne tarife niso prepovedane in v Odredbi niti niso omenjene. Vseeno pa je Komisiji 
dovoljeno, da prepove njihovo implementacijo oz. izvajanje od primera do primera, v 
kolikor ugotovijo, da takšne storitve škodujejo potrošnikom ali ponudnikom spletnih 
vsebin ter povzročajo nerazumno diskriminacijo in vmešavanje ali postavljajo potrošnike v 
slabši položaj. Prav tako v Odredbi ni omenjena prioritizacija, razumemo pa jo lahko pod 
pojmom »razumno upravljanje omrežja«, s katerim se lahko vse omenjene prakse (z 
izjemo plačljive prioritizacije) izvajajo tako dolgo, dokler so storjene iz tehničnih razlogov. 
Plačljiva prioritizacija je prepovedana, saj ponudniki dostopa do interneta ne smejo 
favorizirati določenega prometa pred drugim v kakršnokoli zameno. Prepoved glede 
omejitve na opremi ali aplikacijah se nanaša na že omenjeno blokiranje ter slabšanje oz. 
upočasnjevanje, kar je v Odredbi tudi opredeljeno. Specializirane storitve so izvzete iz 
Odredbe oz. je v Odredbi opredeljeno, da specializirane storitve niso storitve 
širokopasovnega dostopa do interneta oz. to niso storitve množičnega trga - komisija pa 
ima kljub temu pooblastila, da morebitne specializirane storitve vključi v to kategorijo, v 
kolikor bi bili mnenja, da je njihova funkcionalnost enakovredna širokopasovnim storitvam 
in bi bilo potrebno, da se regulira z Odredbo. 
4.5 EVROPSKA UNIJA 
V Evropski uniji do nedavnega ni bilo jasnih in točno določenih pravil, ki bi se nanašala na 
nevtralnost interneta. Državljani EU smo bili na ravni EU brez prave pravne varnosti glede 
naših pravic za dostop do odprtega interneta. Ni bilo usklajenih predpisov, ki bi zadevali 
tako ponudnike storitev elektronskih komunikacij kot tudi končne uporabnike. Oboji so bili 
deležni neenake stopnje zaščite in različnih pravil, ki jih imajo države članice predpisane. 
Ravno ta neenakost in razdrobljenost tega področja je bila povod za to, da je Evropski 
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svet spomladi 2013 pozval Evropsko komisijo, da pripravi predlog, s katerim bi se dosegel 
skupni in enotni telekomunikacijski trg (Digital Single Market). Evropska komisija je tako 
11.9.2013 sprejela zakonodajni sveženj za gradnjo enotnega telekomunikacijskega trga, ki 
bi povezal EU (Connected Continent: Building a Telecoms Single Market). Paket je 
usmerjen v gradnjo povezanega in konkurenčnega trga, ki bi prinesel tudi številna delovna 
mesta in nova podjetja. Ukrepi strmijo k vzpostavitvi vseevropskih pravil o 
transparentnosti in upravljanju podatkovnega oz. internetnega prometa s poudarkom na 
jamčenju nevtralnosti interneta. (European Commission, 2015b). Strategija enotnega 
digitalnega trga je bila sprejeta 6. maja 2015. 
 
Evropska komisija (2015a) opisuje, da je velik korak na področju nevtralnosti interneta bil 
narejen 30. junija 2015, ko so trije organi EU (Evropski parlament, Svet EU in Evropska 
komisija) sprejeli dogovor o ključnih elementih za dosego skupnega in enotnega 
telekomunikacijskega trga. Prvič so bila predstavljena pravila, katerih namen je bil 
varovati odprt internet v Evropski uniji. Kot že omenjeno, na ravni EU ni bilo sprejetih 
enotnih in jasnih pravil glede nevtralnosti interneta, kar je dopuščalo možnost, da so v 
vseh državah članicah urejali dostop do interneta oz. distribucijo internetne vsebine na 
svoj, predpisan način. 28 držav članic je tako k problematiki nevtralnosti interneta lahko 
pristopilo na 28 različnih načinov, kar pa za enoten digitalni trg (Digital Single Market) ne 
pride v poštev. 
 
Da uredba postane uradno veljavna, je potrebna odobritev s strani Evropskega 
parlamenta in Sveta EU ter je tudi objavljena v Uradnem listu EU. Prvi korak je bil narejen 
1. oktobra 2015 na Svetu za konkurenčnost, kjer je potekalo glasovanje o sprejetju TSM 
(Telecom Single Market) uredbe, ki je bila tudi sprejeta. Proti sprejetju je glasovala 
Slovenija, saj je zaščita nevtralnosti interneta pomanjkljiva in ne predstavlja jasne in 
močne zaščite interneta tudi v prihodnje. Slovenija se torej ni strinjala s tem, da bi se 
omogočilo razvoj »prihodnjega« interneta, saj bi po sedaj zapisanih ukrepih le ta močno 
spodkopaval nevtralnost interneta. Internet mora ostati nevtralen in odprt tudi v 
prihodnje, ne glede na inovacije in razvoj (Ministrstvo za izobraževanje, znanost in šport, 
2015). O končni obliki uredbe je Evropski parlament glasoval 27. oktobra 2015 ter jo tudi 
sprejel. Uredba 2015/2120 je bila uradno sprejeta 25. novembra 2015, ko je bila tudi 
objavljena v Uradnem listu EU, veljati pa je začela tri dni po objavi, torej 29.11.2015. 
Pravila, ki se nanašajo na nevtralnost interneta, pa so začela veljati 30. aprila 2016. 
 
Evropska komisija (2015a) nadalje opredeljuje, da ukrepi v uredbi o enotnem 
telekomunikacijskem trgu (Telecom Single Market – TSM) prepovedujejo blokiranje in 
namerno upočasnjevanje internetnih vsebin, aplikacij ter storitev, kar bo prispevalo k 
enotnemu trgu in odpravilo sedanjo razdrobljenost pravil, ki jih ima vsaka država članica. 
Vsakemu državljanu EU bo omogočena možnost visoko kvalitetnega dostopa do odprtega 
interneta, prav tako pa se bo moral ves promet obravnavati enakovredno, kar med 
drugim pomeni tudi, da ne bo dovoljena plačljiva prioritizacija internetnega prometa. 
Ropret in Kučić (2015) opisujeta, da med ukrepi najdemo tudi t.i. specializirane in 
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inovativne storitve, ki v javnosti zbujajo prenekatero polemiko. Čeprav organi EU 
poudarjajo, da pri tem ne bo šlo za dvotirni internet, se v javnosti poraja vprašanje in 
občutek, da je prav s tem EU naredila korak nazaj pri zagotavljanju odprtega in 
nevtralnega interneta. V praksi je namreč dopuščenih veliko izjem, ki bi omogočile uvedbo 
interneta dveh hitrosti, saj bi ponudniki dobili možnost, da potrošnikom ponudijo t.i. 
specializirane, posebne in inovativne storitve, ki bi imele prednostno obravnavo, vendar 
ob upoštevanju, da se pri ostalih internetnih vsebinah ne bi smelo poslabšati oz. kako 
drugače okrniti dostopa. Za potrošnike lahko to v prihodnje pomeni dejstvo, da bo na 
trenutnem, nam poznanem in dostopnem internetu, vsebina le-tega postala osiromašena, 
saj se bi vedno več storitev lahko selilo na drugo, boljše in hitrejše omrežje  
 
Organ evropskih regulatorjev za elektronske komunikacije oz. Body of European 
Regulators for Electronic Communications (BEREC) je bil ustanovljen na podlagi uredbe št. 
1211/2009, in sicer 25. novembra 2009, kot del svežnja telekomunikacijskih reform. 
Organ je zamenjal Skupino evropskih regulatorjev za elektronska komunikacijska omrežja 
in storitve (European Regulators Group for electronic communications network and 
services), ki je bila ustanovljena leta 2002 kot svetovalna skupina Komisije. S svojimi 
aktivnostmi je BEREC začel v januarju 2010, leto kasneje pa je postal tudi popolnoma 
funkcionalen.  
 
BEREC prispeva k razvoju ter boljšemu delovanju trga elektronskih komunikacijskih 
omrežij in storitev. To počne s prizadevanjem za zagotavljanje dosledne uporabe in 
izvajanja regulativnega okvira EU ter s spodbujanjem učinkovitega notranjega trga EU, da 
bi se dosegle še večje koristi za potrošnike ter podjetja. Nadalje nudi BEREC pomoč 
Komisiji ter nacionalnim regulativnim agencijam pri implementaciji evropske zakonodaje s 
področja elektronskih komunikacij. Komisija in Nacionalne regulativne agencije morajo v 
največji meri upoštevati priporočila, smernice, nasvete ter prakse, ki jih sprejme BEREC. 
 
Naloge BEREC so: 
- Med nacionalnimi regulativnimi organi razvija in razširja najboljše prakse, pristope, 
metodologije ter smernice za izvajanje oz. implementacijo regulatornega okvira E;  
- na zahtevo nudi nacionalnim regulativnim organom pomoč pri zakonodajnih 
problemih; 
- daje mnenja o osnutkih odločitev, priporočilih in smernicah Komisije; 
- pripravlja poročila in svetuje (na zahtevo Komisije ali na lastno pobudo) ter daje 
mnenja Evropskemu parlamentu in Svetu, ko je to potrebno (o katerikoli zadevi, ki 
je znotraj pristojnosti organa); 
- na zahtevo pomaga Evropskemu parlamentu, Svetu, Komisiji ter nacionalnim 
regulativnim agencijam pri odnosih, razpravah in izmenjavi mnenj s tretjimi 
osebami; prav tako pa svetuje Komisiji in nacionalnim regulativnim agencijam pri 




BEREC pa poleg naštetega še spodbuja konkurenčnost, investicije in notranji trg ter ščiti 
končne uporabnike in jih ozavešča (BEREC, 2016a). 
 
30. avgusta 2016 je BEREC v sodelovanju s Komisijo in ob predhodnem posvetovanju z 
interesnimi skupinami izdal smernice za implementacijo obveznosti nacionalnih 
regulativnih organov, s katerimi bi se zagotovila konsistentno izvajanje ter uporaba 
sprejete uredbe. Smernice bodo pomagale nacionalnim regulativnim agencijam pri 
sporazumih in praksah pri sprejemanju konsistentnih odločitev in izvajanju potrebnih 
ukrepov (BEREC, 2016b). Smernice bodo torej služile kot vodilo nacionalnim regulativnim 
agencijam pri uveljavljanju pravil s področja nevtralnosti interneta in pri presojanju 
posameznih primerov iz prakse (AKOS, 2016). 
 
Kot že omenjeno, Uredba jasno prepoveduje blokiranje ter slabšanje oz. upočasnjevanje 
internetne povezave, vendar pa se jasneje ne opredeljuje glede storitev ničelne tarife, 
upravljanja omrežja (sem bi lahko uvrstili prioritizacijo) ter specializiranih storitev. 
Smernice glede zero-rating storitev izberejo »srednjo pot«. BEREC svetuje regulatorjem, 
da kršitve obravnava strožje v primerih, ki se nanašajo zgolj na eno aplikacijo (npr. 
WhatsApp) in ne na celotno skupino istovrstnih aplikacij (npr. aplikacije za komuniciranje). 
Prav tako pa svetuje, da se storitve ničelne tarife, ki se jih poslužujejo prevladujoči 
ponudniki, obravnavajo strožje. Smernice torej storitev ničelne tarife ne prepovedujejo. 
Razumno upravljanje prometa dovoljuje razlikovanje, ki temelji na objektivnih tehničnih 
zahtevah (npr. latenca, izguba paketov). Izjemoma se operaterjem dovoli uporaba 
diskriminatornih ukrepov, v kolikor gre za celovitost oz. integriteto omrežja ter njegovo 
varnost, prezasedenost oz. v kolikor bi bilo potrebno uveljavljati določene zakonodajne 
ukrepe (Belli & Marsden, 2016). BEREC v smernicah predstavi tudi nekaj primerov, ki 
predstavljajo t.i. specializirane storitve. To so npr. VoLTE (Voice over Long-Term 
Evolution) ali zdravstvene storitve v realnem času – oddaljene operacije (remote surgery). 
Takšne storitve so dovoljene, vendar morajo izpolnjevati določene pogoje iz Uredbe (npr. 
če res potrebujejo določeno stopnjo kvalitete interneta, da storitve delujejo oz. če 
njihovega pravilnega delovanja ne more zagotoviti »navaden« internet) (BEREC, 2016c). 
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Slika 6: Izsek iz Uredbe EU – Zaščita dostopa do odprtega interneta  
 
Vir: Uradni list Evropske unije (2015) 
 
Slika 6 prikazuje izsek iz Uredbe 2015/2120 Evropskega parlamenta in Sveta oz. njen 3. 
člen o zaščiti dostopa do odprtega interneta, kjer je v 3. odstavku med drugim poudarjena 
enakovredna obravnava celotnega internetnega prometa. 
 
Uredba EU, ki določa ukrepe v zvezi z dostopom do odprtega interneta, prepoveduje 
blokiranje in upočasnjevanje oz. slabšanje internetne povezave. Prioritizacija je dovoljena 
oz. razumna v primeru, če je potrebno operaterjem urediti omrežje oz. kako drugače 
zagotoviti varnost – v primeru preobremenjenosti, okvare, izpadov. Vseeno pa 
prioritizacija v uredbi ni omenjena, razumemo jo lahko z »enokovredno obravnavo 
prometa«. Plačljiva prioritizacija oz. razdelitev v pasove je prepovedana, čeprav v uredbi 
ali smernicah BEREC ni neposredno omenjena – določeno je namreč, da se mora celoten 
internetni promet obravnavati enako. Uredba dopušča možnost razvoja specializiranih in 
inovativnih storitev ter so dovoljene, v kolikor bi se za njihovo delovanje resnično 
potreboval hitrejši in bolj kakovosten internet. Storitve ničelne tarife niso prepovedane, za 
uporabo takšnih storitev s strani operaterja pa bo vseeno potrebno upoštevati določena 
pravila oz. se bo uporaba takšnih storitev presojala od primera do primera. Uredba ne 
omenja omejitve na opremi ali aplikacijah.  
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5 PRIMERJALNA ANALIZA NEVTRALNOSTI INTERNETA V 
IZBRANIH DRŽAVAH 
S primerjalno analizo nevtralnosti interneta v Sloveniji, na Nizozemskem, v Braziliji, Čilu, 
Združenih državah Amerike in Evropski uniji sem se osredotočil na sedem ključnih 
elementov, ki jih definicije nevtralnosti interneta neposredno ali posredno zajemajo oz. se 
s strani internetnih in mobilnih ponudnikov izvajajo v praksi. Ti elementi so: blokiranje ali 
zapora, slabšanje oz. upočasnjevanje, prioritizacija, razdelitev v pasove oz. plačljiva 
prioritizacija, omejitve na opremi ali aplikacijah, storitve ničelne tarife in specializirane 
storitve. Zanimalo me je, kakšno stališče zavzemajo (če ga sploh) obravnavani subjekti 
oz. kako te posege opredeljujejo zakonodaje le-teh. Za izdelavo analize sem uporabil 
metodo kompilacije, s katero sem povzel navedbe drugih virov, s pomočjo primerjalne 
metode pa sem primerjal regulacijo teh elementov v Sloveniji, na Nizozemske, v Čilu, 
Braziliji, ZDA ter v EU. 
 
Tabela 1: Neposredna opredelitev zakonodaje obravnavanih držav glede posegov oz. kršitev 
nevtralnosti interneta (P=prepovedano, D= dovoljeno, /=se v zakonodaji ne opredeljuje) 
 Vir: lasten 
Tabela 1 prikazuje, kako se do posameznih posegov oz. kršitev nevtralnosti interneta v 
svoji zakonodaji neposredno opredeljujejo obravnavane države oz. subjekti. S pojmom 
»neposredno« je mišljeno, ali je poseg oz. kršitev sploh omenjena v zakonodaji in če je, 
kako se subjekt do te kršitve opredeljuje. Opazimo lahko, da v večini primerov zakonodaja 
neposredno niti ne omenja obravnavanih posegov oz. kršitev. Izstopata pa blokiranje ali 
zapora ter slabšanje oz. upočasnjevanje, kjer se obravnavani subjekti v svojih 
zakonodajah jasno izrazijo o prepovedi le-teh posegov oz. kršitev. Med primerjanimi 
subjekti izstopata ZDA ter EU, ki v svoji zakonodaji posege oz. kršitve omenjata v 
največjem številu.  
Poseg oz. kršitev nevtralnosti 
interneta 
Slovenija Nizozemska Brazilija Čile ZDA EU 
Blokiranje ali zapora / / P P P P 
Slabšanje oz. upočasnjevanje P P P / P P 
Prioritizacija / / / / / / 
Razdelitev v pasove oz. plačljiva 
prioritizacija / 
/ / / P 
/ 
Omejitve na opremi ali aplikacijah / / / P / / 
Storitve ničelne tarife / / / / / / 
Specializirane, inovativne storitve / / / / /* D 
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Tabela 2: Neposredna in posredna opredelitev zakonodaje obravnavanih držav glede posegov oz. 
kršitev nevtralnosti interneta (P=prepovedano, D= dovoljeno, /= ni določljivo, * dodatna 
razlaga) 
Poseg oz. kršitev nevtralnosti 
interneta 
Slovenija Nizozemska Brazilija Čile ZDA EU 
Blokiranje ali zapora P P P P P P 
Slabšanje oz. upočasnjevanje P P P P P P 
Prioritizacija P P P P P P 
Razdelitev v pasove oz. plačljiva 
prioritizacija P 
P P P P P 
Omejitve na opremi ali aplikacijah / / / P P / 
Storitve ničelne tarife P* P P P D* D* 
Specializirane, inovativne storitve / /* / / /* D 
Vir: lasten 
Tabela 2 predstavlja opredelitve obravnavanih subjektov do posegov oz. kršitev v svojih 
zakonodajah, vendar s to razliko, da primerjava vključuje tako opredelitve iz tabele 1 kot 
tudi posredne opredelitve. To pomeni opredelitev, ki jo lahko razumemo ob branju same 
zakonodaje oz. kako so se do posega oz. kršitve opredelili na podlagi morebitnih primerov 
iz prakse v posameznih primerjanih državah, ter do morebitnih sprejetih smernic. 
5.2 BLOKIRANJE ALI ZAPORA 
Blokiranje ali zapora je eden izmed temeljnih pojmov definicije o nevtralnosti interneta. 
Brez prepovedi blokiranja si odprtosti in nevtralnosti interneta ne gre predstavljati, zato 
vsi primerjani subjekti, razen Slovenije in Nizozemske, v svoji zakonodaji jasno 
prepovedujejo tovrstno početje ponudnikov dostopa do interneta. V ZEKom-1 ta pojem ni 
omenjen. Je pa v 3. odstavku 203. člena prej omenjenega zakona navedeno, da se med 
drugim ne sme omejevati in zadrževati internetnega prometa. Omenjen del definicije 
lahko razumemo kot blokiranje ali zaporo. Nizozemski Zakon o telekomunikacijah se do 
posega prav tako ne opredeljuje neposredno. V prvem odstavku 7.4a člena je navedeno, 
da ponudnikom dostopa do interneta med drugim ni dovoljeno ovirati aplikacij oz. 
storitev, kar pa lahko razumemo enakovredno kot blokiranje. Prav tako pa je bilo to 
pojasnjeno tudi v sprejetih smernicah nevtralnosti interneta, kjer je bilo zapisano, da 
ponudnik dostopa z npr. blokiranjem ne sme vplivati na uporabnikovo izbiro, katero 
spletno stran bo obiskal.  
 
V brazilskem Zakonu št. 12,965/2014 (Marco Civil da Internet) oz. natančneje v 9. členu, 
je med drugim določeno prepovedano blokiranje internetne povezave. Blokiranje je v čilski 
zakonodaji prepovedano v 24 H členu Zakona št. 20.453, ki je sestavni del Zakona o 
telekomunikacijah. V členu je navedeno, da ponudnik internetnih storitev med drugim ne 
sme blokirati uporabnikov pri uporabi, pošiljanju, prejemanju oz. ponujanju legalne 
vsebine, aplikacije oz. storitev preko interneta. FCC (2015) v Pravilih odprtega interneta 
prav tako jasno prepoveduje blokiranje. Navedeno je, da mora uporabnik dobiti to, kar je 
plačal – dostop do vseh zakonitih destinacij na internetu. V Uredbi EU 2015/2120 je prav 
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tako navedeno, da ponudnik dostopa do interneta ne sme blokirati določene vsebine, 
aplikacij oz. storitev. 
5.3 SLABŠANJE ALI UPOČASNJEVANJE 
Podobno kot pri blokiranju imajo primerjani subjekti v večini primerov enako mnenje 
glede slabšanja oz. upočasnjevanja podatkovnega prometa – omenjen poseg je s strani 
ponudnikov prepovedan, razen z nekaterimi izjemami, kot so nujni tehnični ukrepi, 
ohranitev integritete in varnosti omrežja itd. Do prepovedi slabšanja oz. upočasnjevanja 
se jasno opredeljujejo vse zakonodaje primerjanih subjektov z izjemo Čila, kjer je v 24 H 
členu navedeno, da ponudnik internetnih storitev med drugim ne sme ovirati in omejevati 
uporabnikov, da uporabljajo, pošiljajo, prejemajo oz. ponujajo kakršnokoli legalno 
vsebino, aplikacijo in storitev preko interneta. In ravno s pojmoma oviranje oz. 
omejevanje lahko razumemo poseg slabšanja ali upočasnjevanja.  
 
V slovenski nacionalni zakonodaji je tako kot pri blokiranju navedeno, da izvajalci storitev 
dostopa do interneta ne smejo upočasnjevati internetnega prometa (3. odstavek 203. 
člena ZEKom-1). Nizozemski Zakon o telekomunikacijah prepoved upočasnjevanja 
aplikacij oz. storitev opredeljuje v 7.4a členu. Brazilska zakonodaja pa določa, da se lahko 
slabšanje internetne povezave izvede le izjemoma v nujnih primerih. FCC v Uredbi navaja, 
da je med drugim prepoved slabšanja oz. upočasnjevanja internetne povezave nujna, 
prav tako pa to določa tudi Uredba EU, kjer je navedeno, da je upočasnjevanje 
internetnega prometa s strani ponudnikov prepovedano. 
5.4 PRIORITIZACIJA 
Prioritiziranje podatkov pri določeni storitvi na škodo neke drugo storitve ni neposredno 
omenjeno v nobeni izmed obravnavanih zakonodaj. Iz zakonov se vseeno lahko razbere 
kot nedovoljena, saj le-ta ne sovpada z enakovredno obravnava prometa oz. je dovoljena 
v izjemnih primerih, kot je npr. slabšanje oz. upočasnjevanje povezave. V 3. členu 
ZEKom-1 je navedeno, da se internetni promet ne glede na aplikacije, storitve, naprave, 
vira oz. cilja komunikacije obravnava enakovredno. Nadalje je v 3. odstavku 203. člena 
tega zakona opredeljeno, da se ukrepi razvrednotenja interneta (zadrževanje, 
omejevanje, upočasnjevanje) ne smejo izvajati, razen če za tovrstno dejanje obstajajo 
tehtni razlogi. Sem uvrščamo npr. izvedbo nujnih tehničnih ukrepov. Iz teh navedb lahko 
razberemo, da je v Sloveniji prioritizacija prepovedana.  
 
Nizozemski 7.4a člen, ki regulira nevtralnost interneta, v prvem odstavku določa, da je 
ponudnikom prepovedano ovirati ter upočasnjevati aplikacije oz. storitve, razen ko je to 
nujno potrebno – npr. ob preobremenjenosti ali varnosti omrežja. V tem primeru gre za 
manj jasno opredelitev kot pri Sloveniji, kjer je poudarjena enakovredna obravnava 
prometa. Tega zakonodaja Nizozemske ne navaja, vseeno pa lahko rečemo, da je 
prioritizacija nedovoljena, saj se mora na nek način ovirati oz. upočasniti promet določene 
storitve v korist neke druge storitve, kar pa ni dovoljeno. Brazilska zakonodaja se glede 
66 
 
prioritizacije opredeljuje podobno kot Slovenija. V 9. členu Zakona št. 12,965/2014 je 
navedeno, da se mora z vsemi vrstami podatkov ravnati enakopravno, prav tako pa je 
diskriminacija ter slabšanje povezave dovoljeno le izjemoma (npr. zaradi prioritizacije 
storitev nujne pomoči ali tehničnih zahtev).  
 
Čilski Zakon št. 20.453 v svojem 24 H členu opredeljuje, da ponudnik internetnih storitev 
med drugim ne sme ovirati, se vmešavati, diskriminirati ali omejevati uporabnikovih pravic 
pri njegovi uporabi, pošiljanju, prejemanju legalne vsebine, aplikacij ter storitev preko 
interneta. Nadalje je tudi določeno, da lahko ponudniki sprejmejo določene ukrepe za 
upravljanje interneta, vendar se pri tem ne sme vplivati na svobodno konkurenco. S temi 
opredelitvami lahko prioritizacijo ponovno razumemo kot nedovoljeno. Ameriška 
zakonodaja se glede prioritizacije prav tako ne izraža jasno. Navedeno je, da razumno 
upravljanje omrežja ponudnikom dovoljuje določeno diskriminacijo internetnega prometa, 
v kolikor se za tovrstna dejanja pojavijo tehnični razlogi – preobremenjenost in boj proti 
škodljivi in nezakoniti vsebini. V 3. členu Uredbe EU je navedeno, da morajo ponudniki 
obravnavati ves internetni promet enako, brez diskriminacije, omejevanja ali motenja 
(Uradni list EU, 2015). Se pa lahko določeni ukrepi izvedejo v primeru npr. 
preobremenjenosti. 
5.5 RAZDELITEV V PASOVE OZ. PLAČLJIVA PRIORITIZACIJA 
Razdelitev v pasove oz. plačljiva prioritizacija je jasno prepovedana v dveh primerjanih 
subjektih, v ZDA ter v EU. V zakonodaji ZDA je opredeljeno, da je plačljiva prioritizacija 
prepovedana. Širokopasovni ponudnik ne sme sprejeti plačila (denarja ali česarkoli 
drugega), da svoje omrežje upravlja na način, ki bi prinesel korist določeni vsebini, 
aplikaciji, storitvi oz. napravi. Manj jasno je to v primeru EU. Plačljiva prioritizacija ni 
neposredno omenjena niti v Uredbi niti v smernicah BEREC. Je pa v sporočilu Evropske 
komisije navedeno, da se ves promet obravnava enako ter da posledično tudi ni plačljive 
prioritizacije prometa. V vseh ostalih primerjanih država, torej v primeru Slovenije, 
Nizozemske, Brazilije in Čila, plačljiva prioritizacija ni omenjena. Pri vseh teh državah bi jo 
lahko razumeli posredno, preko enakih opredelitev in navedb kot v primeru prioritizacije iz 
prejšnjega poglavja. 
5.6 OMEJITVE NA OPREMI ALI APLIKACIJAH 
Izmed vseh primerjanih subjektov jasno prepoveduje omejitve na opremi ali aplikacijah le 
čilska zakonodaja, kjer je v B odstavku 24 H člena opredeljeno, da ponudniki ne smejo 
omejevati uporabnikom pravic, ki se nanašajo na uporabo katerihkoli naprav v omrežju, 
če so zakonite oz. ne škodujejo storitvam, omrežju ter njegovi kakovosti. V Odredbi 
odprtega interneta 2015 se ta poseg nanaša na blokiranje ter upočasnjevanje. Navedeno 
je namreč, da ponudnik dostopa do interneta ne sme blokirati in upočasnjevati internetne 
povezave do naprav, ki niso škodljive. V ostalih obravnavanih državah v zakonodaji 
tovrsten poseg ni omenjen. Je pa v Sloveniji do nedavnega Telekom na nekaterih paketih 
onemogočil deljenje povezave z drugimi napravami, kar pa so pred kratkim tudi ukinili. 
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5.7 STORITVE NIČELNE TARIFE 
Storitve ničelne tarife oz. storitve zero-rated se v praksi uporabljajo v številnih primerih in 
so nasploh zelo razširjene. Do tovrstnih storitev se jasno opredeljuje le evropski organ 
BEREC v svojih smernicah (Uredba storitev ne obravnava). Organ v smernicah navaja, da 
bo ob uporabi tovrstnih pravil potrebno upoštevati določena pravila in da se bo njihovo 
skladje z Uredbo določalo od primera do primera – storitve ničelne tarife torej v 
zakonodaji EU niso prepovedane. Podobno se do tovrstnih storitev opredeljuje tudi FCC. 
Njihova zakonitost se bo primerjala od primera do primera ter se bo takrat ugotavljalo, če 
storitve na kakršen koli način škodujejo uporabnikom oz. če povzročajo nerazumno 
diskriminacijo. V Odredbi ni člena, ki bi jasno opredeljeval status teh storitev.  
 
V primeru Brazilije je v Marco Civil da Internet navedeno, da morajo biti storitve ponujene 
po nediskriminatornih tržnih pogojih, prav tako pa ne smejo biti predmet 
protikonkurenčnega ravnanja. To bi lahko razumeli, da so storitve ničelne tarife 
prepovedane. Podobno mnenje imajo tudi na Nizozemskem. V Zakonu o 
telekomunikacijah tovrstne storitve niso omenjene, je pa v izdanih smernicah navedeno, 
da je prepovedana tako negativna kot pozitivna diskriminacija storitev – sem bi lahko 
uvrstili tudi storitve ničelne tarife.  
 
Čilsko opredelitev tovrstnih storitev, ki sicer niso neposredno omenjene v zakonodaji, si 
lahko vseeno razlagamo kot prepovedane. Navedeno je namreč, da vsebina, aplikacije ter 
storitve ne smejo biti arbitrarne. Torej se ne smejo samovoljno ločevati med seboj na 
podlagi vira oz. lastništva. ZEKom-1 se v primeru Slovenije do takšnih storitev prav tako 
ne opredeljuje. Je pa stališče Akos-a, da so te storitve nedovoljene ter da kršijo načelo o 
nevtralnosti interneta. O tem so nekaterim operaterjem izdali tudi odločbe, ki pa jih je 
Upravno sodišče razveljavilo ter zadevo vrnilo v ponovno odločanje Akos-u. Kakšen je 
status teh storitev v Sloveniji, trenutno ni znano, saj jih operaterji za enkrat ne ponujajo, 
Akos pa tudi ni ponovno odločil v tej zadevi.  
5.8 SPECIALIZIRANE, INOVATIVNE STORITVE 
Brazilska in čilska zakonodaja se do specializiranih, inovativnih storitev ne opredeljujeta, 
prav tako ne slovenska. Je pa mnenje Ministrstva za izobraževanje, znanost in šport bilo 
pri sprejemanju Uredbe EU, da bi omogočanje razvoja prihodnjega interneta, in sicer ne 
glede na inovacije oz. razvoj, spodkopavalo nevtralen in odprt internet. Nizozemski Zakon 
o telekomunikacijah takšnih storitev prav tako ne regulira. Storitve, ki niso ponujene 
preko javnega interneta, so namreč izvzete iz določbe o nevtralnosti interneta. V ZDA 
specializirane storitve ne predstavljajo storitev širokopasovnega dostopa do interneta. 
Kljub temu pa lahko FCC, v kolikor meni, da so neke specializirane storitve po 
funkcionalnosti enakovredne storitvam, ki so definirane kot storitve množičnega trga, le-te 
vključi v svojo definicijo in posledično v Odredbo o odprtem internetu 2015. Evropska 
unija z Uredbo dovoljuje specializirane storitve, in sicer v 5. odstavku 3. člena, kjer je med 
68 
 
drugim navedeno, da lahko ponudnik elektronskih komunikacijskih storitev ponudi 
storitve, kjer je potrebna določena optimizacija, da se doseže zadostna raven kvalitete. 
5.9 UGOTOVITVE 
S primerjalno analizo nevtralnosti interneta v izbranih državah sem ugotovil, da ne obstaja 
enako razumevanje oz. obravnavanje sedmih ključnih elementov, ki se povezujejo z 
nevtralnostjo interneta ter v načelo posegajo ter ga kršijo. Kot že omenjeno, je 
nevtralnost interneta v splošnem definirana kot enakovredna obravnava internetnega 
prometa, ki poteka po javnem omrežju, kar pa obravnavani posegi spodkopavajo. 
 
Ugotovljeno je bilo, da bi moralo vseh sedem primerjanih subjektov na področju odprtosti 
in nevtralnosti interneta postoriti še veliko. V svojih pravnih aktih bi moralo biti načelo 
nevtralnosti interneta jasneje opredeljeno. V prvi vrsti bi se morala sprejeti enotna 
definicija nevtralnosti interneta, nadalje pa bi akti morali zajemati in jasno definirati, kaj 
predstavlja nevtralnost interneta. Vseh sedem obravnavanih posegov – blokiranje ali 
zapora, slabšanje oz. upočasnjevanje, prioritizacija, razdelitev v pasove oz. plačljiva 
prioritizacija, storitve ničelne tarife, omejitve na opremi ali aplikacijah ter specializirane, 
inovativne storitve -jasno krši definicijo načela nevtralnosti interneta, po kateri se morajo 
vsi podatki na spletu, ne glede na vsebino, obliko, lokacijo ali naprav preko katere 
dostopamo, obravnavati enako, ter hkrati prepoveduje upočasnjevanje, pospeševanje, 
blokiranje internetnega prometa ter dodatno zaračunavanje v smislu favoriziranja ene 
vsebine preko druge. 
 
V tabeli 1 lahko opazimo, da se v večini primerov zakonodaje obravnavanih držav do teh 7 
posegov ne opredeljujejo neposredno, kar pomeni, da si lahko vsak ponudnik pravne akte 
razlaga po svoje. Zakonodaje bi morale biti napisane jasno ter točno opredeliti, kaj je 
dovoljeno oz. kaj prepovedano. Lep primer tega je Slovenija, kjer je Akos odločil, da 
storitve ničelne tarife kršijo načelo o nevtralnosti, ki pravi, da se mora ves promet 
obravnavati enakovredno, nadalje pa je omenjeno odločbo Upravno sodišče razveljavilo z 
razlogom, da si je Akos določbe o načelu nevtralnosti interneta razlagal narobe, prav tako 
pa jih je napačno uporabil. Nadalje pa so še zapisali, da v ZEKom-1 načela o nevtralnosti 
interneta niso dovolj natančno prenesena. Ravno ta primer dokazuje, da se je pred 
sprejetjem kakršnekoli zakonodaje potrebno dovolj poglobiti v samo problematiko ter 
sprejeti jasno in nedvoumno zakonodajo, ki bo ustrezno služila svojemu namenu. Prav 
tako pa ne bi bilo potrebno, da se določeno dovoljeno oz. nedovoljeno izvajanje nekaterih 
posegov ugotavlja preko sodne prakse in izkušenj na trgih oz. da se izdajajo smernice, ki 
služijo kot nekakšna navodila za uporabo zakonodaje.  
 
Ko pogledamo tabelo 2, ki zajema tudi posredno razumevanje posameznih držav do 
posegov interneta, lahko opazimo, da so v večji meri pokriti vsi posegi in kršitve oz. 
povedano drugače, z branjem zakonodaje, smernic oz. nekaterih primerov iz prakse lahko 
v večini primerov opredelimo, kateri posegi so prepovedani in dovoljeni v posameznem 
primerjanem subjektu. Vseeno pa, kot je bilo že omenjeno, to ni dovolj, saj lahko nek 
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organ oz. podjetje razume zakonodajo po svoje, prav tako si lahko potem sodišče ali kdor 
koli drug omenjeno razlaga na tretji način.  
 
Pozabiti pa se ne sme na tiste kršitve nevtralnosti interneta, ki so dejansko koristne za 
uporabnike oz. omrežno infrastrukturo – npr. posegi, ki se morajo izvajati v nujnih 
primerih preobremenjenosti omrežja ali zagotavljanja varnosti. Omenjeno mora biti jasno 
zapisano v zakonodajah, ki opredeljujejo nevtralnost interneta, da ne bi pri tem prihajalo 
do kakršnih koli zlorab. Čeprav so storitve ničelne tarife koristne ter pozitivne za 
uporabnike, saj jim omogočajo brezplačno uporabo neke aplikacije (ne da bi se prenos 
podatkov štel v uporabnikovo mesečno količino), pa vseeno jasno kršijo definicijo 
nevtralnosti interneta, saj se pri tem ves promet ne obravnava enakovredno. Takšne 
storitve v skladu z definicijo ne smejo biti dovoljene, prav tako pa se njihova uporaba ne 
bi smela obravnavati od primera do primera, saj bi to spodkopavalo konkurenco oz. bi se 
povečala možnost zlorab – podkupovanje s strani operaterjev, da se lahko njihova 
aplikacija uporablja, lobiranje ponudnikov itd. Prav tako pa so za internet ter družbo in 
njen razvoj pomembne tudi specializirane, inovativne storitve, ki za svoje delovanje 
potrebujejo boljši, kakovostnejši internet. Potrebno je, da se tovrstne storitve strogo 
nadzira ter se jim po potrebi »odvzame naziv« specializiranih storitev, kot je to v primeru 
zakonodaje ZDA. 
 
Predvideva se, da se bo večina dejanj operaterjev reševala na sodiščih in le čas ter praksa 
bosta prava pokazatelja, kaj je v določeni državi glede nevtralnosti interneta sploh 
dovoljeno in kaj ne. Kajti telekomunikacijski trg je prevelik ter premočan, da bi imeli 
ponudniki zavezane roke ter ne imeli besede pri sprejemanju zakonodaje, ki bi bila 
prilagojena tudi v njihovo korist.  
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6 PREVERITEV VELJAVNOSTI HIPOTEZ TER PRISPEVEK K 
ZNANOSTI IN STROKI 
Uvodoma sta bili postavljeni dve, spodaj navedeni hipotezi, ki sem ju preveril s pomočjo 
vseh zbranih podatkov. 
6.1 PREVERITEV VELJAVNOSTI HIPOTEZ 
Hipoteza 1 se je glasila: V praksi so bile zaznane kršitve iz vsake kategorije 
posegov v nevtralnost interneta. 
 
V poglavju 3.4 je bilo ugotovljeno, da so se v praksah ponudnikov telekomunikacijskih 
storitev oz. ponudnikov dostopa do interneta zaznale kršitve iz vseh sedmih obravnavanih 
kategorij posegov v nevtralnost interneta oz. se v njihovih praksah še vedno izvajajo. 
Hipoteza 1 je potrjena in se glasi: V praksah telekomunikacijskih ponudnikov oz. 
ponudnikov dostopa do interneta so se in se še vedno izvajajo kršitve iz vseh 
obravnavanih kategorij posegov v nevtralnost interneta, kot so blokiranje ali zapora, 
slabšanje oz. upočasnjevanje, prioritizacija, razdelitev v pasove oz. plačljiva prioritizacija, 
omejitve na opremi ali aplikacijah, storitve ničelne tarife ter specializirane in inovativne 
storitve. 
 
Hipoteza 2 se je glasila: Slovenska zakonodaja je na področju nevtralnosti interneta 
primerljiva z zakonodajo EU. 
 
V poglavju 5 je bilo ugotovljeno, da obstajajo določene podobnosti med slovensko 
nacionalno zakonodajo ter nedavno sprejeto zakonodajo EU na področju nevtralnosti 
interneta. V kolikor se osredotočimo le na neposredno razumevanje zakonodajnih določb 
(tabela 1), lahko ugotovimo, da je Uredba EU jasnejša in se do obravnavanih 7 kategorij 
posegov natančneje opredeljuje, kot to v svojem 3. ter 203. členu določa ZEKom-1. 
Slovenska zakonodaja se neposredno opredeljuje le do slabšanja oz. upočasnjevanja, 
medtem ko Uredba EU jasno prepoveduje blokiranje ali zaporo in slabšanje oz. 
upočasnjevanje ter hkrati dovoljuje uporabo in izvajanje specializiranih, inovativnih 
storitev. V kolikor v obravnavanje zakonodaje nevtralnosti interneta vključimo tudi 
posredno razumevanje le-te (tabela 2), lahko ugotovimo, da se pri obeh subjektih lažje 
določi opredelitev do večine posegov oz. kršitev ter da sta zakonodaji tudi bolj primerljivi. 
Hipoteza 2 je delno sprejeta in se glasi: ZEKom-1 se do obravnavanih posegov 
neposredno opredeljuje v manjšem številu primerov kot Uredba EU, po drugi strani pa je 
njuno posredno razumevanje enotnejše in bolj primerljivo.  
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6.2 PRISPEVEK K ZNANOSTI IN STROKI TER PREDLOGI ZA NADALJNJE 
RAZISKOVANJE 
Prispevek magistrskega dela je v teoretičnem smislu predvsem bolj natančno spoznanje o 
definiciji nevtralnosti interneta ter kaj vse pojem zajema, prav tako pa spoznanje, na 
kakšen način se obravnavano načelo lahko krši oz. se vanj posega. 
 
Pričakujem, da bo moje magistrsko delo v veliko pomoč tistim, ki jih to področje bolj 
zanima oz. so zadolženi za razvoj slovenskih javnih politik na tem področju. Naredil sem 
namreč pregledno delo, v katerem so zbrane in raziskane vse pomembne informacije na 
temo nevtralnosti interneta. Ob pregledovanju obstoječe literature sem namreč zasledil, 
da na to temo ne obstaja veliko domače literature. Pričakoval sem, da obstajajo določene 
razlike med zakonodajami držav, ki so načelo sprejele, da so zaznani številni posegi v 
nevtralnost interneta ter da obstaja neenotno razumevanje odprtosti in nevtralnosti 
interneta. Z delom želim opozoriti stroko na pomanjkljivosti zakonodaje s področja 
nevtralnosti interneta, obenem pa želim seznaniti zainteresirano javnost s pomembnostjo 
zavedanja odprtega in nevtralnega interneta.  
 
Magistrsko delo bo tako omogočilo kvalitetnejše in boljše razumevanje koncepta 
nevtralnosti interneta ter omogočilo sprejetje kakovostnejše in učinkovitejše zakonodaje 
na tem področju – tako v EU kot tudi na nacionalni ravni. 
 
Kot sem že omenil, sem se v magistrskem delu osredotočil na predstavitev nevtralnosti 
interneta, na posege v nevtralnost interneta ter na sprejeto zakonodajo s tega področja in 
primerjavo le te. Predlagam lahko, da se v prihodnjih raziskavah osredotoči tudi na 
zainteresirano javnost oz. na širšo družbo ter se s pomočjo ankete razišče njihovo 
poznavanje in seznanjenost z obravnavano tematiko. Prav tako pa se mora nadalje graditi 





Internet, tehnološki fenomen, katerega začetki segajo petdeseta leta prejšnjega stoletja, 
je korenito spremenil vsa področja našega življenja. Gospodarstvo, izobraževanje, 
poslovanje in komuniciranje so le nekatera izmed področij, ki jim je internet omogočil 
razvoj, napredek ter globalizacijo. Internet se od številnih drugih tehnoloških izumov 
razlikuje tudi po tem, da nima le enega izumitelja, saj je njegov razvoj potekal dalj časa in 
skozi različna časovna obdobja. Razvoj je segal vse od izstrelitve sovjetskega satelita 
Sputnik do študije, ki je bila povod za nastanek ARPANET, protokola za nadzor prenosa, 
do predstavitve svetovnega spleta. Ideja, ki je bila prisotna ob njegovem razvoju, je 
temeljila na odprtosti. Tesno prepletanje in sodelovanje tehnologije, gospodarstva, 
politike in družbe omogoča, da ideja ne ostane le ideja, ampak se dejansko realizira. 
Odprtost globalnih standardov za inovacije, komunikacije, gospodarski razvoj ter odprtost 
za vključevanje družbe v upravljanje interneta so ključni elementi za doseganje tega cilja - 
odprtega interneta. Ugotovljeno je bilo, da ima pomembno vlogo pri upravljanju interneta 
prav družba, ki jo predstavljajo zainteresirane skupine, organizacije ter posamezniki. Le-ti 
s svojim sodelovanjem in povezovanjem z državami tvorijo skupna načela, norme ter 
pravila, s katerimi skupaj oblikujejo evolucijo in rabo interneta. Vse bolj pomembno 
zavedanje o tesnem povezovanju je med drugim vodilo k ustanovitvi Foruma o 
upravljanju interneta, ki deluje pod okriljem Združenih narodov in med seboj združuje 
ljudi različnih interesnih skupin, da razpravljajo o temeljnih vprašanjih in problematikah, ki 
so povezane z internetom. 
 
Internet pa, poleg neformalnih oblik upravljanja, potrebuje za učinkovito delovanje 
ustrezno regulacijo, ki bo ščitila in varovala pravice uporabnikov. Svoboda govora in 
zasebnost na internetu sta le dve izmed mnogih področij, ki regulacijo potrebujeta, saj 
lahko njena odsotnost privede do kaosa in zlorab. Problem predstavlja dejstvo, da se 
nacionalna zakonodaja, ki ureja takšna področja, nanaša le na posamezno državo, vsaka 
država pa ima svoja pravila, norme in vrednote. Nekaj, kar je nezakonito v eni državi, je 
lahko popolnoma legalno v drugi. Eno izmed teh regulacij predstavlja načelo nevtralnosti 
interneta, ki pomeni enakovredno obravnavo vseh podatkov na spletu, ne glede na to, 
kakšna je vsebina, oblika in lokacija teh podatkov ali pa naprava, s katero se do njih 
dostopa. Čedalje več držav po vsem svetu se je odločilo, da omenjeno načelo 
implementira v svojo zakonodajo. Ker pa ne obstaja enotno sprejeta definicija, kaj 
nevtralnost interneta sploh pomeni, ga vse države obravnavajo in razumejo nekoliko po 
svoje.  
 
V magistrskem delu sem predstavil in opisal posege v nevtralnost interneta, ki se v praksi 
izvajajo s strani ponudnikov dostopa do interneta, ki, predvsem zaradi ekonomskih 
razlogov, načelu nevtralnosti nasprotujejo. Spoznal sem, da pojmi, kot so blokiranje ali 
zapora, slabšanje oz. upočasnjevanje, prioritizacija, razdelitev v pasove (plačljiva 
prioritizacija), omejitve na opremi ali aplikacijah, storitve ničelne tarife ter specializirane in 
inovativne storitve, kršijo načelo o nevtralnosti interneta. Čeprav jih definicija o 
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nevtralnosti interneta prepoveduje, se takšna dejanja vsakodnevno dogajajo. V praksi je 
bilo mogoče zaznati vsako izmed obravnavanih kategorij posegov.  
 
Za učinkovito izvajanje načela je ključnega pomena kvalitetna ureditev tako na evropski 
kot tudi nacionalni ravni. V magistrskem delu so predstavljene normativne ureditve 
nevtralnosti interneta v Sloveniji, na Nizozemskem, v Braziliji , Čilu, v Združenih državah 
Amerike ter v Evropski uniji. Predstavljeni so nekateri dogodki, ki so pripeljali do 
normativnega okvira, le-ta pa je podrobneje opisan, hkrati pa vsebuje tudi opredelitev do 
obravnavanih posegov v nevtralnost interneta. Še posebej pestro je bilo sprejemanje 
Odredbe odprtega interneta v Združenih državah Amerike, ki je začela veljati junija 2015. 
Začetki prizadevanja Zvezne komisije za komunikacije za sprejetje ustrezne zakonodaje na 
področju nevtralnosti interneta segajo že v leto 2005 s sprejetjem t.i. Izjave o internetni 
politiki, ki pa jo je zaradi pomanjkljivosti nadomestila Odredba odprtega interneta z letnico 
2010, ki pa prav tako ni zadovoljila pričakovanj, saj je sodišče zaradi neskladja z veljavno 
zakonodajo razveljavilo številne njene določbe. Šele prerazvrstitev storitev 
širokopasovnega dostopa do interneta iz informacijskih v telekomunikacijske storitve je 
Zvezni komisiji omogočila, da pridobi pomembna pooblastila za izvajanje in uresničevanje 
načel odprtega in nevtralnega interneta. Pomemben korak k uresničevanju prej 
omenjenega načela je konec leta 2015 storila Evropska unija oz. njeni organi skupaj z 
državami članicami, ko je bila sprejeta t.i. TSM Uredba. Čeprav vsebuje določene 
pomanjkljivosti, saj npr. ne prepoveduje storitev ničelne tarife ter hkrati s specializiranimi 
in inovativnimi storitvami dopušča razvoj interneta prihodnosti, je bila Slovenija ena izmed 
redkih držav, ki je sprejetju uredbe v takšni obliki nasprotovala. 
 
S primerjalno analizo sem spoznal, da so vse primerjane zakonodaje s področja 
nevtralnosti interneta pomanjkljive ter z definicijo nevtralnosti interneta niso skladne. 
Njihovo neposredno razumevanje se ne opredeljuje dovolj natančno glede tega, kaj je 
dovoljeno oz. kaj ni. In ravno zaradi slabe neposredne opredelitve do posegov in kršitev v 
večini primerov pride do tega, da se zakonitost ali nezakonitost delovanja ponudnikov 
dostopa do interneta ugotavlja šele s sodno prakso in odločitvijo sodišč. Neposredno lahko 
iz obravnavanih zakonodaj razberemo, da se do blokiranja ali zapore z jasno prepovedjo 
opredeljujejo vse obravnavane države z izjemo Slovenije in Nizozemske, kjer tega ni 
mogoče jasno razbrati. V primeru Slovenije je npr. navedeno le, da se ne sme omejevati 
in zadrževati internetnega prometa, medtem ko nizozemska zakonodaja navaja, da ni 
dovoljeno ovirati aplikacij ali storitev. Posredno razumevanje obravnavanih zakonodaj nam 
daje jasnejši vpogled v opredelitev posameznih držav do teh posegov in kršitev, saj je 
tako tudi lažje določiti, kaj bi naj neka država dovoljevala ali prepovedovala. V vseh 
obravnavanih državah je s posredno opredelitvijo mogoče določiti, da blokiranje ali 
zapora, slabšanje oz. upočasnjevanje, prioritizaija, razdelitev v pasove oz. plačljiva 
prioritizacija, predstavljajo posege, ki so prepovedani. Uredba EU dovoljuje storitve 
ničelne tarife ter specializirane in inovativne storitve. Sprejet pravni akt bo v prihodnje 
vplival tudi na nacionalno zakonodajo Nizozemske in Slovenije, saj obe (sicer posredno) 
prepovedujeta t.i. »Zero-rating«. 
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Za uresničevanje načela o nevtralnosti interneta je potrebno le-tega upoštevati v celoti. 
Potrebno je slediti definiciji nevtralnosti interneta ter področje urediti do takšne mere, da 
bo zakonodaja skladna s teorijo. Za zagotavljanje odprtosti in nevtralnosti interneta se je 
potrebno boriti tudi v prihodnje. Le odprt in nevtralen internet bo omogočil, da le-ta 
obstane v obliki, ki jo poznamo, in bo uporabniku omogočil nemoteno uporabo vsebine, 
storitev oz. aplikacij. Medmrežje se je zgradilo okoli ideje o odprtosti, kar je pomenilo, da 
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