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Una falla en el sistema eléctrico de potencia genera componentes espectrales desde el
nivel DC hasta altas frecuencias, sin embargo, los esquemas de protección convencionales
usan la componente de la frecuencia fundamental y las demás componentes son ltradas
y desechadas como si no fueran relevantes. En esta tesis se propone una metodología de
protección para líneas de transmisión, con base en el transitorio electromagnético y el
estándar de comunicación IEC61850. Esta metodología se plantea teniendo en cuenta las
restricciones de ancho de banda de los Transformadores de Instrumentación Ópticos que se
están instalando en las subestaciones digitales, los cuales, envían valores muestreados a los
dispositivos de protección a una velocidad de muestreo estandarizada de 80 muestras por
ciclo. La información de corriente y voltaje en cada una de las fases se recibe y se procesa
en tiempo real, con un nuevo algoritmo de descomposición Wavelet que se propone en este
documento, y que está basado en el análisis multiresolución.
Se implementa además un algoritmo de protección de distancia convencional, basado en
la frecuencia fundamental, con el n de validar el incremento en el rendimiento al usar
la señal transitoria. Se realizan las mismas pruebas a los dos relés de protección con
un simulador de tiempo real basado en el Software de simulación ATP y el estándar de
comunicación IEC61850, el cual envía valores muestreados y recibe mensajes GOOSE de
cualquier protección que cumpla con el estándar. Se simulan diferentes casos de estudio
dónde se varían los factores críticos para las protecciones actuales y transitorias, como la
resistencia, ubicación y ángulo de incepción de la falla. Como resultado, con la metodología
planteada se obtiene un mejor rendimiento en términos de velocidad y porcentaje de fallas
detectadas en comparación con la protección de distancia, la cual está basada en la frecuencia
fundamental.
El desarrollo del relé de protección virtual que se presenta en este documento, facilita la
implementación de otras metodologías basadas en el transitorio electromagnético que se
han propuesto anteriormente en la literatura. Ya que la integración del relé de protección
en una subestación digital no implica cambios de los transformadores de medida o de los
dispositivos de comunicación existentes en la subestación, a unos con mayor ancho de banda.
Lo que nalmente promoverá y contribuirá a una mayor viabilidad en la implementación de
esquemas de protección basados en el transitorio y la Transformada Wavelet.




A fault ocurred in power system generate spectral components ranging from DC to high level
frequencies , but conventional protective systems devices barely use fundamental frequencies
and rst harmonics for signal processing and analysis. Hence, information of high frequency
is being ltered and discarded as if it were not relevant to identify and characterize the
fault. This thesis proposes a protection methodology for power transmission lines, based
on electromagnetic transient and IEC61850 communication standard. This methodology is
considering the bandwidth restrictions of the Optical Instrumentation Transformers that are
being installed in the digital substations, which send sampled values to intelligent devices at
a standardized sample rate of 80 samples per cycle . The current and voltage information in
each of the phases is received and processed in real time, with a new Wavelet decomposition
algorithm proposed in this document, which is based on the multiresolution analysis.
Conventional distance protection algorithm based on the fundamental frequency is also
implemented in order to validate the increase in performance when using the transient signal.
The same tests are performed on the two protection relays with a real-time simulator based
on the ATP Simulation Software and the IEC61850 communication standard, which sends
sampled values and receives GOOSE messages from any protection based on the standard.
Dierent case studies are simulated where the critical factors for the current and transient
protections are varied, such as fault resistance, fault location and fault inception angle. As a
result, the proposed methodology yields better performance in terms of speed and percentage
of detected faults compared to distance protection, which is based on the fundamental
frequency.
The development of the virtual protection relay presented in this document facilitates the
implementation of other methodologies based on the electromagnetic transient that have
been previously proposed in the literature. Since the integration of the protection relay in
a digital substation does not imply changes of the transformers of measurement or of the
communication devices existing in the substation, to some with greater bandwidth. This will
eventually promote and contribute to greater viability in the implementation of protection
schemes based on the transient and the Wavelet Transform.





Lista de símbolos xiii
Introducción 1
Capítulo 1. Estado del arte 5
1.1. Protecciones con base en el transitorio electromagnético 6
1.2. Dispositivos de medición en el sistema de potencia 9
1.2.1. Transformadores Ópticos de Corriente (OCT) 9
1.2.2. Transformadores ópticos de voltaje (OVT) 10
1.3. Bus de proceso con base en IEC61850 12
Capítulo 2. Implementación del estándar IEC61850 14
2.1. Valores muestreados - IEC61850-9-2 15
2.1.1. Formato del encabezado de la trama 15
2.1.2. Formato del APDU (Application Protocol Data Unit) 18
2.2. GOOSE Messages - IEC61850-8-1 19
2.2.1. Formato del encabezado de la trama 19
2.2.2. Formato del APDU (Application Protocol Data Unit) 21
2.3. Implementación del envío y recepción de paquetes IEC61850 en Windows 22
2.4. Pruebas de envío y recepción IEC61850 24
Capítulo 3. Procesamiento de la señal con el método de Fourier y Wavalet 28
3.1. Transformada de Fourier 29
3.1.1. Cálculo del fasor 29
3.1.2. Algoritmo de Transformada de Fourier Recursivo 30
3.2. Transformada Wavelet 32
xii
3.2.1. Algoritmos para implementación de Transformada Wavelet Discreta 33
3.2.2. Onda madre Wavelet 36
3.2.3. Algoritmo Piramidal Recursivo 37
Capítulo 4. Metodologías de protección para líneas de transmisión 45
4.1. Protección de distancia 46
4.2. Protección basada en el transitorio electromagnético 50
4.2.1. Transformada Wavelet 50
4.2.2. Detección de falla 51
4.2.3. Lógica de detección de direccionalidad 52
4.2.4. Lógica de clasicación de la falla 52
4.2.5. Ajuste de protección basada en el Transitorio electromagnético 54
Capítulo 5. Simulación y resultados 56
5.1. Simulación en Tiempo Real (RTS) con base en ATP/EMTP 58
5.1.1. Caso de prueba en ATP 59
5.1.2. Indicadores de rendimiento de esquemas de protección 60
5.1.3. Factores que afectan la detección de falla 61
5.2. Resultados de rendimiento de los esquemas de protección 63
5.2.1. Prueba de variación del ángulo de incepción de falla 63
5.2.2. Prueba de variación de la distancia de falla 64
5.2.3. Prueba de variación de la resistencia de falla 65
5.2.4. Prueba de variación de la resistencia y ángulo de incidencia de falla 66
5.2.5. Prueba de variación de la resistencia y la distancia de falla 67
5.2.6. Prueba de variación del ángulo de incidencia y distancia de falla 68




Anexo Capítulo A. Código en C++ para metodología de protección de distancia 74












ZC Impedancia de carga Ω
ZL Impedancia total de la línea de transmisión Ω
Zl Impedancia por unidad de longitud de la línea Ωkm
Z0 Impedancia de secuencia cero Ω
Z1 Impedancia de secuencia positiva Ω
Z2 Impedancia de secuencia negativa Ω
Zajuste Impedancia de ajuste de protección Ω
VR Voltaje visto por el relé V
IR Corriente vista por el relé A
Df Distancia de la falla al relé km
F Frecuencia Hz
TS Período de muestreo Segundos
FS Frecuencia de muestreo Hz
xiv
Símbolo Término Unidad SI
Vf Voltaje de falla V
VM Voltaje máximo V
Vrms Voltaje ecaz V
k0 Factor de compensación residual −
Thd Umbral de voltaje para detección de falla −
Thf Umbral de detección del tipo de falla −
θf Ángulo de incidencia de la falla ◦
φ Ángulo del voltaje ◦
Subíndice Término
rms Raíz Media Cuadrática





RTS Simulación de Tiempo Real
FT Tranformada de Fourier
FFT Transformada Rápida de Fourier
DFT Transformada Discreta de Fourier
WT Tranformada Wavelet
DWT Transformada Discreta Wavelet
RDWT Tranformada Wavelet Discreta-Recursiva
CT Transformador de Corriente
PT Transformador de Voltaje
OIT Transformadores de Instrumentación Ópticos
NCT Transformadores de Instrumentación No Convencionales
OCT Transformadores Ópticos de Corriente
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Introducción
Años atrás, el sistema eléctrico de potencia era pequeño, radial y manejable, sin embargo,
con el paso del tiempo incrementó la demanda y la necesidad de interconectar la red eléctrica;
lo que en consecuencia generó un aumento considerable en la complejidad para mantener la
operación y disponibilidad de la red en todo momento, pues la ocurrencia de una falla, la
desconexión de generación o la conexión de grandes potencias afectan el balance generación-
carga que puede terminar en un gran apagón, si no se ejecuta alguna estrategia de protección
y control. Esta situación aige la economía y la seguridad de una nación y pone en riesgo la
vida de muchas personas que dependen de este recurso tan importante [1].
El 9 de noviembre de 1965 se da el primer gran apagón masivo del servicio de energía que
afectó a 30 millones de personas y dejó en obscuridad total la ciudad de Nueva York por
13 horas. La causa principal de este suceso fue la mala operación del relé de protección de
respaldo de la línea de transmisión que conectaba el noreste y sureste de Estados Unidos
[1], el cual tenía como función principal, al igual que todas las protecciones, reducir las
consecuencias de las fallas mediante su identicación, localización y despeje [2].
Desde ese día hasta la actualidad, se han presentado numerosos e importantes apagones,
como por ejemplo el de 1977 en Estados Unidos que afectó 8 millones de personas, el de
1987 en Tokio, 1996 en Estados Unidos, 2003 en Canadá que afectó alrededor de 50 millones
de personas y recientemente el de 2007 en Australia y Colombia [1, 3, 4]. Cada uno de
estos apagones y los efectos que generaron demuestran que la electricidad es un recurso
fundamental en la sociedad, y que mantener la continuidad de este servicio es uno de los
mayores retos que se presentan en los sistemas de potencia actualmente, pues aunque un
apagón es un evento inusual, solo en Estados Unidos el costo de las interrupciones se estima
en 119 billones de pesos al año [5].
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En un análisis realizado a 49 eventos de apagón de la Corporación de conabilidad eléctrica
de América del Norte (NERC), durante cinco años, desde 1984 hasta 1988, se encontró que
en el 73.5% de los casos de apagón estaba involucrada la operación inadecuada de un relé
de protección [6]. Es por esto que los relés para proteger el sistema eléctrico han presentado
grandes avances con el paso de los años, con el surgimiento del primer relé de sobre-corriente
en el año 1901, el principio del relé diferencial en 1908, direccional en 1910, el de distancia
en 1923 y hasta el surgimiento de los relés numéricos en 1965 [7].
Una falla en el sistema de potencia genera componentes espectrales que van desde el nivel de
DC hasta la alta frecuencia, pero los esquemas de protección convencionales únicamente
usan la frecuencia fundamental y en algunos casos, los primeros armónicos, ya que las
demás componentes son ltradas y desechadas como si no fueran relevantes para identicar
y caracterizar la falla [7]. Es por esto que a partir de los 90 se inició el estudio de
protecciones con base en el transitorio electromagnético y la Transformada Wavelet para
la identicación y caracterización de fallas en los sistemas eléctricos de potencia, lo que ha
favorecido el avance en la solución de algunas dicultades que presentan los relés basados en
la frecuencia fundamental usados hoy en día; como el rendimiento de la protección ante alta
impedancia de falla, oscilación de potencia, cambio en la topología del sistema y saturación
del transformador de corriente (CT) [8].
En la literatura se propone el uso del transitorio electromagnético y la Transformada Wavelet
para la identicación y caracterización de fallas en los sistemas eléctricos de potencia, con
un mejor rendimiento en cuanto a velocidad de actuación, robustez y caracterización de
la falla, en comparación con esquemas de protección que usan la frecuencia fundamental
[8, 9, 10, 11]. Estas metodologías asumen instrumentos de medición y comunicación
con anchos de banda que van desde los Kilo Hertz hasta el orden de los Mega Hertz
[8, 9, 12], sin tener en cuenta que los Transformadores de Instrumentación y los Dispositivos
Electrónicos Inteligentes disponibles en las subestaciones eléctricas del sistema de potencia
tienen limitaciones en el ancho de banda por la medición y en la capacidad de envío y
recepción de datos por parte de las comunicaciones.
La implementación de un relé de protección con base en el transitorio, como los encontrados
en la literatura, se hace costosa porque supone el cambio o instalación de equipos de
medida y comunicación con características de ancho de banda especiales, lo que incrementa
considerablemente los costos de instalación de relés en subestaciones reales. Una de las
razones para que actualmente lo más común sea el uso de esquemas con base en la frecuencia
fundamental; aunque las metodologías que usan la señal transitoria han dado mejores
resultados.
Por otro lado, la mayoría de las metodologías de protección encontradas en el estado del
arte presentan velocidades de identicación mayores a las protecciones convencionales, sin
CAPÍTULO 0. CONTENIDO 3
embargo, la implementación del procesamiento de la señal de falla se realiza con un arreglo
de datos de entrada proveniente de una simulación, por lo que la detección se realiza en
línea o requiere una ventana de tiempo que hace que el envío de la señal de apertura para
el despeje de la falla tenga un retraso y por ende al implementar en una subestación real no
presente una mejora en tiempo con respecto al esquema convencional.
Es por esto, que se identica que no existe una metodología para identicar fallas en líneas
de transmisión con base en el análisis transitorio, que opere en tiempo real con señales punto
a punto, y que tenga en cuenta las restricciones actuales de instrumentación y protocolos de
comunicación de los sistemas de potencia". Por lo que se plantea como objetivo general y
objetivos especícos de esta investigación lo siguiente:
Objetivo General: Desarrollar una metodología para identicar fallas en líneas de
transmisión con base en el análisis transitorio, teniendo en cuenta las restricciones actuales
de instrumentación y protocolos de comunicación de los sistemas de potencia.
Objetivos Especícos:
Determinar las limitaciones que puede tener la transformada Wavelet con las
tecnologías de medición y comunicación actuales.
Desarrollar un algoritmo de protección de líneas de transmisión, basado en el
transitorio electromagnético y con comunicación IEC 61850.
Validar mediante simulación, el rendimiento del esquema de protección propuesto
en comparación con respecto a esquemas de protección basados en la frecuencia
fundamental.
Esta tesis propone el desarrollo de una metodología de protección con base en el transitorio
electromagnético y el estándar de comunicación IEC61850, la cual es probada y comparada
con respecto a una metodología de protección de distancia, basada en la frecuencia
fundamental. Se elige desarrollar la metodología para protección de líneas de transmisión
ya que en estas ocurren entre el 85-87% de las fallas del sistema de potencia [13], lo que ha
generado esfuerzos importantes en los últimos años para contribuir al avance signicativo de
estos relés y de esta forma contribuir en la solución del problema de mantener la continuidad
en el suministro de energía eléctrica.
La metodología de protección con base en el transitorio electromagnético y la Transformada
Wavelet planteada, logra avanzar en la implementación de este tipo de tecnología en sistemas
de potencia reales. Además, el Software se desarrolla en el entorno de programación C++ y
se valida con pruebas en un Simulador de Tiempo Real (RTS), lo que se acerca al máximo
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a una implementación real.
A continuación, en el capitulo 1 de este documento, se presenta el estado del arte de la
protección transitoria y la clasicación de las publicaciones según el ancho de banda o
frecuencia de muestreo usada, se identican las características actuales de los transformadores
de instrumentación con enfoque principalmente en el ancho de banda y se presenta la
comunicación con base en el estándar IEC61850-9-2. En este se determina cuáles son
las limitaciones de un sistema eléctrico de potencia real para la implementación de
una metodología de protección basada en el análisis transitorio, transformada Wavelet e
IEC61850. En el capitulo 2, se presenta la comunicación con base en el estándar IEC61850
y la forma de codicar un paquete para su posterior envío y de decodicar para obtener
las corrientes y voltajes del sistema de potencia. En el capítulo 3 se estudia el método de
Transformada de Fourier y Wavelet como herramientas matemáticas en el procesamiento de
señales en las protecciones y se presenta un marco teórico e implementación en sus versiones
de tiempo real de cada una de estas dos herramientas.
En el capítulo 4, se presentan las dos metodologías de protección que se implementan este
trabajo. Las cuales son pasadas a pseudocódigos con el n de explicar la implementación
realizada en C++, para ejecutar la Transformada de Fourier y Wavelet de forma discreta y
recursiva en tiempo real. Cada metodología de protección implementada contiene un módulo
de comunicación con IEC61850 y otro de procesamiento de la señal.
La validación del rendimiento del relé de protección desarrollado se presenta en el capítulo
5, la cual se realiza mediante Simulación de Tiempo Real (RTS) de un sistema eléctrico
de potencia estándar de prueba en ATP (Programa de Transitorios Electromagnéticos).
Además, se explica la implementación y funcionamiento del Simulador de Tiempo Real usado
y se presenta el modelo eléctrico de prueba en el programa de simulación de transitorios
electromagnéticos ATP, en el que se simulan diferentes escenarios que permiten evaluar el
rendimiento de la metodología planteada frente a una metodología convencional (basada
en la frecuencia fundamental). En este mismo capitulo se explica cada uno de los índices
usados para evaluar el rendimiento de cada metodología. A partir de estos se crean los
principales escenarios a evaluar y se presentan todos los resultados de cada escenario de





En los últimos años se ha dado un avance importante en los relés de protección, los
instrumentos de medición y los sistemas para automatización y control del sistema eléctrico
de potencia; con el objetivo de mejorar la conabilidad del sistema, la inter-operabilidad y
la automatización las subestaciones eléctricas.
El proceso de automatización y de inter-operabilidad se basa en la norma IEC 61850 [14, 15],
la cual describe el marco conceptual de las comunicaciones dentro de la subestación. La
automatización basada en IEC 61850, brinda ventajas en los niveles de integración funcional
y exibilidad de la comunicación [16, 17]. Adicionalmente ha permitido acelerar el proceso
de automatización usando un marco común de comunicación para dispositivos de diferentes
marcas.
Además, se cuenta con los Transformadores de Instrumentación Ópticos con mayor ancho de
banda que facilita la medición de frecuencias más altas, tienen salida digital con cumplimiento
del estándar IEC61850 y no presentan el problema de saturación del núcleo que presentan
los transformadores convencionales [18, 19], lo cual juega un papel importante en la
automatización de las subestaciones. En este capítulo se presenta la revisión del estado
del arte de las metodologías de protección basadas en el Transitorio Electromagnético y la
Transformada Wavelet, los Transformadores de Instrumentación Ópticos y por último se
presenta el bus de proceso.
61.1. PROTECCIONES CON BASE EN EL TRANSITORIO ELECTROMAGNÉTICO
1.1. Protecciones con base en el transitorio electromagnético
El primer relé de inducción electromecánico, de sobre-corriente, surge hace un poco más de un
siglo (1901). Unos años más tarde surgen otros métodos de protección como lo son el principio
del relé diferencial (1908), direccional (1910) y el de distancia (1923) [7]. Más adelante, con
el surgimiento del procesamiento digital de señales y del algoritmo de la transformada rápida
de Fourier (1965) [20], aparecen los relés numéricos que permiten aplicaciones de protección
de alta velocidad, protecciones adaptativas y técnicas de inteligencia articial. En la Figura
1.1 se puede observar el avance de los relés de protección desde el surgimiento del primer
relé hasta luego del año 2000 [7].
Figura 1.1. Historia del desarrollo del relé, adaptado de [7]
A principio de los años 90' que se publica el primer estudio dónde se usa la Transformada
Wavelet como herramienta de análisis del transitorio electromagnético con el n de proteger
el sistema de potencia [21], y se comienzan a plantear diferentes metodologías para la
identicación de fallas mediante el uso de esta herramienta. Desde ese entonces, se han
realizado numerosas investigaciones usando diferentes anchos de banda y tasas de muestreo
para el procesamiento Wavelet, las cuales pueden clasicarse por la velocidad de muestreo
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usada en cada uno de los artículos. A continuación, en la Tabla 1.1 se realiza una
caracterización de artículos según la frecuencia de muestreo.
Tabla 1.1. Clasicación de las implementaciones de la DWT
Tasa de muestreo Referencia
1 MHz [8, 12]
500 kHz [22]
400 kHz [23, 24]
200 - 250 kHz [25, 11, 26]
50 - 100 kHz [27, 28, 10, 29]
5 - 10 kHz [30, 31]
2 kHz [32, 9, 33]
En estos artículos, se encuentra que las metodologías que hacen uso del transitorio tienen
buenos resultados en cuanto a mejoras en la abilidad y seguridad del sistema, al operar
correctamente para la mayoría de las fallas para las cuales han sido diseñadas y que además
no operan incorrectamente en operaciones normales del sistema eléctrico. Esto juega un papel
fundamental en las interrupciones y los apagones, ya que estos son generados por eventos en
cascada, que corresponden a la ocurrencia de una serie de sucesos anormales que generalmente
pueden corresponder a fallas, sobrecargas, ujo de potencia inverso, errores humanos, entre
otros [5]. Sin embargo, se encuentra que aunque el rendimiento de las metodologías es mejor
con respecto a una protección de distancia convencional, estas no son muy comunes en
implementaciones reales.
En [34], se presenta el desarrollo de un relé de protección para líneas de transmisión doble-
circuito con compensación serie. En este estudio se usan las corriente transitorias como
señales de entrada y la Transformación de Clarke para obtener las componentes modales a
las cuales se les aplica la Transformada Wavelet. Con el n de validar el funcionamiento de
la nueva protección para línea de transmisión, se realizan simulaciones de fallas con Software
de simulación de transitorios electromagnéticos para el nuevo relé y para un relé de distancia
convencional, lo cuál resulta en un mejor rendimiento en la nueva metodología basada en
el Transitorio y la Transformada Wavelet, sin embargo, por un lado el procesamiento de la
falla no se realiza en tiempo real y además se usa una frecuencia de muestreo de 20 kHz y
se asume un ancho de banda de 10 kHz.
En [32, 9, 33] se presenta un algoritmo de protección con base en el transitorio
electromagnético y Transformada Wavelet en el cual se asume un ancho de banda de 1
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kHz y se usa frecuencia de muestreo de 2 kHz, sin embargo para la identicación de la falla
esta metodología y las encontradas en el estado del arte plantean un procesamiento que no
es en tiempo real, lo que quiere decir que las protecciones reciben como entrada un arreglo de
datos proveniente de simulaciones de diferentes casos de estudio, que al implementarse genera
la necesidad de tomar ventanas de tiempo y posterior a esto se hace todo el procesamiento
de identicación de falla con un gran retraso.
El área de protección del sistema eléctrico con base en la transformada Wavelet ha tenido un
creciente interés a partir de la publicación del primer artículo, dónde en el 2014 y 2016 se han
publicado alrededor de 156 y 155 investigaciones respectivamente, como se puede observar

























































































































Figura 1.2. Número de publicaciones por año de metodologías de protección
del sistema de potencia con Transformada Wavelet [21]
El crecimiento de los artículos publicados en el tema de protección con base en la
transformada Wavelet, con máximos en el año 2014 y 2016, demuestra la importancia y
actualidad del tema de investigación. Por lo cual, se considera muy pertinente. Una de las
motivaciones principales es que en la metodología de identicación de fallas que se propone,
no se desecha la señal de alta frecuencia, por el contrario, se usa para obtener información
sumamente importante y útil acerca del evento como su identicación, ubicación, el tipo,
etc.
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1.2. Dispositivos de medición en el sistema de potencia
Lo primero que hace un equipo de protección con el n de conocer el estado del sistema de
potencia y accionar la metodología de actuación ante fallas, es medir variables; en el caso
de la protección de distancia se mide la corriente y el voltaje en uno o ambos extremos de
la línea a proteger, los cuales se adquieren en la subestación a través de transformadores
de instrumentación, y los valores muestreados son enviados de forma análoga o digital por
comunicación con base en el estándar IEC61850-9-2 [14].
En un Dispositivo Electrónico Inteligente (IED, por sus siglas en inglés) de una línea
de transmisión se mide la corriente y el voltaje, que son de magnitud muy alta como
para medirlas directamente. Es así, que con el n de reducir esos altos niveles se usa el
Transformador de Corriente (CT) y el Transformador de Voltaje (VT).
Estos dispositivos convencionales usados para la medición son los transformadores
magnéticos, que tienen un núcleo de hierro para convertir la magnitud de la señal a un
rango adecuado para los dispositivos electrónicos en la subestación. En los últimos años,
debido al desarrollo de las tecnologías digitales y especialmente a los problemas presentados
por los transformadores convencionales, como la saturación del núcleo, ancho de banda
estrecho de 1kHz en equipos comerciales, problemas de aislamiento, entre otros [35], los
Transformadores de Instrumentación Ópticos (OIT), también llamados Transformadores
No Convencionales (NCT) se han hecho más usados y populares. El hardware de estos
transformadores ópticos está basado en electrónica, por lo que también suelen ser llamados
transformadores electrónicos, que proveen una medición de alta precisión y eliminan el
problema de la saturación presentada por los transformadores magnéticos [19].
1.2.1. Transformadores Ópticos de Corriente (OCT). Una de las principales
ventajas de los OCT es la mejora en el ancho de banda de frecuencia; de acuerdo con
[18, 19], este es cercano a los 20 kHz en la salida analógica del transformador. Sin embargo,
el ancho de banda de la salida digital, denido por el estándar IEC61850-9-2 en su edición
ligera [36] y el teorema de Nyquist, es menor que el análogo. Así que, en un sistema de
potencia de 50 Hz, el ancho de banda estará limitado por 2 o 6.4 kHz para una frecuencia
de muestreo congurada a 80 y 256 muestras por ciclo, respectivamente; y para un sistema
de potencia a 60 Hz el ancho de banda estará limitado a 2.4 o 7.68 kHz dependiendo de la
tasa de muestreo.
Los primeros transformadores ópticos de corriente fueron desarrollados basados en el efecto
Faraday, usado como método para sensar la corriente.
El OCT está basado en la detección de la intensidad de campo magnético, debido a la
variación de velocidad de la luz polarizada. Actualmente los dispositivos comerciales tienen
tres tipos de salida, dos análogas y una digital como se observa en la Figura 1.3. Las señales
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entregadas cumplen con los estandar IEC61850-9-2, IEC60044-8 e IEC 61869-9 [37, 38, 39].
1. Análoga de baja energía (LEA)
Este tipo de señal y su nivel es usado para conectar directamente con dispositivos
electrónicos como osciloscopios, convertidores analógicos a digital, entre otros. La
salida puede ser seleccionada, pero normalmente la salida secundaria nominal es de 4
voltios, con el doble de rango de capacidad para medición de sobre corriente cuándo
es congurado para medida.
Cuándo el transformador se congura como dispositivo de protección, este tiene
que permitir la medición de fallas transitorias, así que la salida secundaria nominal
típicamente es de 200 mV, con 40 veces de capacidad de medición de sobre-corriente
con respecto a la nominal.
2. Análoga de alta energía (HEA)
Este tipo de señal es usado para permitir el uso de OCTs con Dispositivos
Electrónicos Inteligentes convencionales en la subestación, como lo son dispositivos
de protección y medida. La salida nominal en el secundario en este caso normalmente
es de 1 o 5 amperios equivalentes a un CT convencional.
3. Digital
Es la salida natural en el secundario de un OCT, la cual es especialmente usada
para las subestaciones nuevas con el estándar IEC61850-9-2 (valores muestreados).
Figura 1.3. Diagrama de bloques de las señales de salida de un OCT
1.2.2. Transformadores ópticos de voltaje (OVT). De acuerdo con [19], el ancho
de banda de la frecuencia en un OVT, en la salida análoga, es de 40 kHz. Sin embargo, esta
está limitada por el estándar IEC61850-9-2LE [36] que restringe la tasa de muestreo a 80
o 256 muestras por ciclo, lo que implica un ancho de banda denido por el estándar y el
teorema de Nyquist [36]; que puede ser de 2 o 6.4 kHz para sistemas de potencia de 50 Hz
y de 2.4 o 7.68 kHz para sistemas cuya frecuencia fundamental sea 60 Hz, según la tasa de
muestreo congurada (80 o 256 muestras por segundo, respectivamente).
Al igual que en el OCT, está basado en la detección de la intensidad de campo magnético,
debido a la variación de velocidad de la luz polarizada y los dispositivos comerciales
CAPÍTULO 1. ESTADO DEL ARTE 11
normalmente tienen una salida digital, una señal análoga de baja (4V) y alta energía (120V).
Así que, como se puede ver en la Figura 1.4, la salida del OVT es de tres tipos de acuerdo
con el estándar IEC 61869-9 [39]:
1. Análoga de baja energía (LEA)
Este tipo de señal y su nivel es usado para conectar directamente con dispositivos
electrónicos como osciloscopios, convertidores analógicos a digital, entre otros. La
salida del dispositivo tiene la capacidad de ser seleccionada y típicamente está
congurada a un nivel nominal de 4 voltios.
2. Análoga de alta energía (HEA)
Este tipo de señal es usado para permitir el uso de OVTs con Dispositivos
Electrónicos Inteligentes convencionales en la subestación, como lo son dispositivos
de protección y medida. La salida nominal en el secundario en este caso normalmente
es de 69, 115 o 120 voltios equivalentes a un VT convencional.
3. Digital
Es la salida natural en el secundario de un OVT, la cual es especialmente usada
para las subestaciones nuevas con el estándar IEC61850-9-2 (valores muestreados).
Figura 1.4. Diagrama de bloques de las señales de salida de un OVT
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1.3. Bus de proceso con base en IEC61850
Uno de los componentes principales del marco de comunicación denido en la norma es
el denominado barraje de proceso (Process Bus), el cual es un canal de comunicación de
alta velocidad por bra óptica o Ethernet, en donde se transmiten los valores muestreados
de los transformadores de instrumentación del sistema eléctrico de potencia [16, 17].
Adicionalmente a este barraje se conectan los dispositivos electrónicos inteligentes (IED
por sus siglas en inglés), los cuales tienen como función principal la protección, supervisión
y control de la subestación. Estos se envían señales rápidas con información reelevante como
la apertura o cierre de un interruptor a través de mensajes GOOSE.
El barraje de proceso tiene varias ventajas comparado con la instrumentación tradicional.
Algunas de las principales ventajas son, la reducción de la saturación de los transformadores
de instrumentación, al reducir la carga de los equipos conectados, la reducción de costos por
disminución de la cantidad de cableado y la disminución de la interferencia electromagnética
al desacoplar eléctricamente los IED del sistema de potencia [16]. En la Figura 1.5 se muestra
un ejemplo de protección de una línea de transmisión con el bus de proceso para facilitar las
comunicaciones entre sistemas de control, automatización y medida.
Figura 1.5. Diagrama de bus de proceso con IEC61850
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Al usar el bus de proceso, las señales analógicas provenientes de la instrumentación del
sistema de potencia deben ser digitalizadas y transmitidas mediante el protocolo IEC 61850-
9-2 [14]. El dispositivo que realiza esta tarea es llamado Merging Unit (Ver Figura 1.6),
el cual agrupa varias señales análogas y/o digitales de la instrumentación del patio de la
subestación, y las envía digitalmente con la estampa de tiempo sincronizada satelitalmente.
Figura 1.6. Diagrama de bloques de una Merging Unit. Adaptado de [16]
CAPÍTULO 2
Implementación del estándar IEC61850
Para el desarrollo de un dispositivo de protección basado en transitorio electromagnético,
como el que se presenta en esta tesis, es necesario implementar un sistema de codicación y
decodicación de mensajes enviados a través de Ethernet basados en la IEC61850.
En este capítulo, se explican las tramas de datos del estándar IEC61850-9-2 [14] para valores
muestreados y del IEC61850-8-1 [15] para mensajes GOOSE. Ya que el relé de protección
debe recibir y decodicar las tramas de valores muestreados de los voltajes y corrientes que
se envían desde la Simulación en Tiempo Real. Además, cuándo ocurre una falla y el relé
la detecta, este envía un mensaje GOOSE hacia la simulación en tiempo real con el n de
activar el interruptor y despejarla; el RTS debe decodicar esta señal GOOSE y efectuar la
apertura o cierre del interruptor. Este proceso se ilustra en la Figura 2.1, dónde se muestra
el envío de valores muestreados desde el simulador al relé, hasta que el relé detecta una
falla y devuelve un mensaje GOOSE indicando la apertura del interruptor de la línea de
transmisión.
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Figura 2.1. Envío y recepción de valores muestreados y mensajes GOOSE
2.1. Valores muestreados - IEC61850-9-2
La información de voltajes y corrientes se envía desde la simulación hacia un dispositivo
externo (relé) con el protocolo IEC61850-9-2 [14]; el cual dene el marco de referencia
para envío y recepción de los valores muestreados, a una tasa de muestreo de 80 o 256
muestras/ciclo. Estas frecuencias han sido estandarizadas en IEC61850-9-2LE [36] por los
fabricantes de Dispositivos Electrónicos Inteligentes para la automatización de subestaciones
eléctricas con el objetivo de delimitar la estandarización y facilitar la inter-operabilidad entre
dispositivos.
La implementación del estándar IEC61850-9-2 se hace a partir del trabajo presentado en
[40], en donde se convierte el simulador de transitorios electromagnéticos ATP/EMTP en
un simulador de tiempo real con envío de valores muestreados de voltaje y corriente. Además,
a partir de la librería de código abierto LibIEC61850[41], se implementa la decodicación
de la trama de valores muestreados desde el dispositivo de protección para luego procesar la
información y determinar si existe o no alguna falla. A continuación se presenta el formato
de encabezado de la trama de valores muestreados y la codicación de la información útil.
2.1.1. Formato del encabezado de la trama. Los primeros bytes modicables de
la trama de valores muestreados son los que corresponden a las direcciones MAC de la fuente
y de destino, en el caso de congurar el envío de una trama unicast, la dirección de envío
correspondería a la dirección MAC única del dispositivo de destino. En esta aplicación se
ha congurado una dirección de envío multicast, donde los primeros cuatro octetos según el
estándar IEC 61850-9-2, deben ser 0x01-0x0C-0xCD-0x04. Los últimos dos octetos se asignan
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a cada dispositivo y pueden ir desde 0x00-0x00 hasta 0x01-0xFF [14].
Los valores del TPID (0x8100) indican que la trama está en formato IEEE 802.1Q. Los
octetos del TCI indican la prioridad, el CFI (Indicador de formato canónico) y el VID. La
prioridad de usuario puede ir desde la más baja (0) hasta la más alta (7), y ayuda a separar
mensajes relevantes como Goose y Sampled Values de mensajes de menor importancia; en
este caso es congurado en el valor por defecto que indica el estándar. El CFI (Indicador
de formato canónico) es congurado en cero y el soporte de LAN virtual no es usado por lo
tanto se le otorga un valor de cero.
El Ethertype indica el tipo de trama que es enviada, en este caso, para valores muestreados
se asignan los valores en hexadecimal 88-BA. El APPID se reere al identicador de la
aplicación y es usado para seleccionar tramas que contienen valores muestreados; este valor
puede ir desde 0x4000 hasta 0x7FFF y en la trama de datos se le asignó su valor por defecto.
La longitud se calcula de acuerdo al número de octetos que hay desde el APPID hasta el
nal del APDU, en este caso hay 108 octetos o lo correspondiente en hexadecimal a 0x006C.
Los cuatro octetos correspondientes a reserved 1 y reserved 2 se conguraron por defecto.
En la Tabla 2.1, se presenta el encabezado de la trama de valores muestreados según lo
explicado en este capítulo.
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Tabla 2.1. Trama de valores muestreados
IEC61850-9-2
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2.1.2. Formato del APDU (Application Protocol Data Unit). El APDU
contiene los datos útiles de la trama de envío y recepción de valores muestreados, según
el estándar IEC 61850-9-2LE [36], la estructura estos datos es la que se muestra en la Tabla
2.2. En este caso, se simula una Merging Unit que envía cuatro corrientes y cuatro voltajes
de un solo nodo del sistema eléctrico de potencia simulado correspondientes a un ASDU
(Application Service Data Unit). Es importante mencionar que en el espacio del "Data
Set"van ubicados todos los datos de voltaje y corriente.
Tabla 2.2. ASDU
Tag Length Value
savPdu 0x60 0x62(98) Tag Length Value
noASDU 0x80 0x01(01) 0x01(1)
Seq of ASDU 0xA2 0x5D(93) Tag Length Value
ASDU1 0x30 0x01(1) Tag Length Value
svID 0x80 0xA(10) "TestMU0101"
smpCnt 0x82 0x02(2) (0-3999)
confRev 0x83 0x04(4) 0x01(1)
smpSynch 0x85 0x01(1) 0x00(0)
Seq of Data 0x87 0x40(64) Data Set
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2.2. GOOSE Messages - IEC61850-8-1
Para recibir información del estado de interruptores en la simulación de tiempo real, desde
un relé, se usa el protocolo IEC 61850-8-1 [15]; el cual se encarga de enviar y recibir mensajes
rápidos con información del estado de eventos en la subestación, como por ejemplo órdenes
de apertura y cierre de interruptores.
A partir de la implementación de valores muestreados hecha en el apartado anterior, la
librería de código abierto LibIEC61850 [41] y el trabajo presentado en [40], se construyó el
encabezado de la trama Ethernet y se incluyeron los datos útiles de envío para mensajería
goose.
2.2.1. Formato del encabezado de la trama. El encabezado de la trama de datos
del protocolo IEC 61850-8-1 [15], tiene la misma estructura que el encabezado de valores
muestreados, sin embargo, algunos octetos de la trama cambian sus valores.
Los primeros bytes modicables de la trama de valores muestreados son los que corresponden
a las direcciones MAC de la fuente y de destino, en el caso de congurar el envío de una
trama unicast, la dirección de envío correspondería a la dirección MAC única del dispositivo
de destino. En esta aplicación se ha congurado una dirección de envío multicast, donde los
primeros cuatro octetos según el estándar IEC 61850-9-2, deben ser 0x01-0x0C-0xCD-0x04.
Los últimos dos octetos se asignan a cada dispositivo y pueden ir desde 0x00-0x00 hasta
0x01-0xFF [15].
Los valores del TPID (0x8100) indican que la trama está en formato IEEE 802.1Q. Los
octetos del TCI indican la prioridad, el CFI (Indicador de formato canónico) y el VID. La
prioridad de usuario puede ir desde la más baja (0) hasta la más alta (7), y ayuda a separar
mensajes relevantes como Goose y Sampled Values de mensajes de menor importancia; en
este caso es congurado en el valor por defecto que indica el estándar. El CFI (Indicador
de formato canónico) es congurado en cero y el soporte de LAN virtual no es usado por lo
tanto se le otorga un valor de cero.
El Ethertype indica el tipo de trama que es enviada, en este caso, para Sampled Values
se asignan los valores en hexadecimal 88-BA. El APPID se reere al identicador de la
aplicación y es usado para seleccionar tramas que contienen valores muestreados; este valor
puede ir desde 0x4000 hasta 0x7FFF y en la trama de datos se le asignó su valor por defecto.
La longitud se calcula de acuerdo al número de octetos que hay desde el APPID hasta el
nal del APDU, en este caso hay 108 octetos o lo correspondiente en hexadecimal a 0x006C.
Los cuatro octetos correspondientes a reserved 1 y reserved 2 se conguraron por defecto.
En la Tabla 2.3, se presenta el encabezado de la trama de valores muestreados según lo
explicado en este capítulo.
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Tabla 2.3. Trama de mensajes GOOSE
IEC61850-8-1
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2.2.2. Formato del APDU (Application Protocol Data Unit). El APDU
contiene los datos útiles de la trama de envío y recepción de mensajes GOOSE, según el
estándar IEC 61850-8-1 [15], la estructura estos datos es la que se muestra en la Tabla 2.4.
En este caso, solo se envía una variable binaria con la indicación de apertura o cierre de un
interruptor, es decir, se envía un uno (1) indicando que el interruptor debe estar en posición
cerrada, y un cero (0) indicando la apertura del interruptor.
Tabla 2.4. APDU del GOOSE
Tag Length Value
APDU 0x61 0x68(104) Tag Length Value
goCBRef 0x80 0x09(9) LDrtds0/LLN0GOCB1
timeTolive 0x81 0x01(1) 0x14(20)
datSet 0x82 0x18(24) LDrtds0/LLN0$CB1_DataSet
goID 0x83 0x09(9) LDrtds0/LLN0GOCB1
UtcTime 0x84 0x08(8) values
stNum 0x85 0x01(1) 0x00(0)
sqNum 0x86 0x01(1) 0x00(0)
simulation 0x87 0x01(1) false
confRev 0x88 0x01(1) 0x01(1)
ndsCom 0x89 0x01(1) false
DatSetEntries 0x8A 0x01(1) 0x01(1)
allData 0xAB 0x03(3) Tag Length Value
booldata 0x83 0x01(1) true
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EN WINDOWS
2.3. Implementación del envío y recepción de paquetes IEC61850 en Windows
La implementación del estándar IEC61850 se realiza en el entorno de Windows debido a
que el Software de simulación de transitorios electromagnéticos ATP/EMTP, en el cuál se
ejecuta la simulación, está solo disponible para este sistema operativo. Sin embargo, desde
C++ no es posible acceder y armar directamente el datagrama ethernet, por lo que se instala
y se hace uso de la librería Winpcap, la cual permite capturar, transmitir y analizar paquetes
de red sin pasar por la pila de protocolos en Windows [42].
Se descarga y se instala el software de Winpcap en Windows y se enlaza la librería pcap.h
a C++ para construir la trama completamente. Luego se procede con la conguración del
envío de datos con una frecuencia del sistema eléctrico de potencia de 60 Hz y una frecuencia
de muestreo de 80 muestras/ciclo, lo que resulta en tiempos de envío de 1/4800 segundos
(208.3333 micro-segundos aproximadamente). Se realiza el envío de paquetes Ethernet con
el estándar IEC 61850-9-2 [14] y el resultado de los tiempos de envío es el que se muestra en
la Figura 2.2. En el gráco de observa que el tiempo de muestreo congurado no corresponde
con el tiempo de envío de datos, pues este varía considerablemente y tiene una media de
alrededor de 0,8 ∗ 106 nano-segundos en promedio o lo que es igual a 800 micro-segundos, lo
que está muy por encima del tiempo congurado de envío.
Figura 2.2. Prueba de tiempo de envío de valores muestreados con
Winpcap. Eje Y: tiempo de muestreo en nano-segundos. Eje X: Segundos de
simulación
Se encuentra que la razón de este gran retraso con respecto a los tiempos esperados, se debe a
que las nuevas versiones de Windows (7, 8, 8.1 y 10) trabajan con versiones del controlador de
red NDIS 6.x (Network Driver Interface Specication), y la última actualización delWinpcap
fue la 4.1.3 realizada en el 2013; hecha para NDIS 5.x.
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Los computadores usados para la simulación del sistema de potencia y la implementación
de la metodología de protección trabajan con Windows 10, por ende la última versión de
Winpcap (4.1.3), aunque funciona, no es la solución más eciente para el envío y recepción de
paquetes. Se encuentra un software llamado Npcap donde actualizanWinpcap a NDIS 6.x, el
cual es compatible y más eciente para el entorno de Windows 7, 8, 8.1 y 10. Se conguran
entonces tiempos de envío iguales a la prueba de rendimiento realizada para Winpcap de
1/4800 segundos (208.3333 microsegundos aproximadamente).
Se realiza el envío de paquetes Ethernet con el estándar IEC 61850-9-2 [14] y el resultado
se puede observar en la Figura 2.3. En este caso se observa que al inicio de la simulación los
tiempos de envío son muy elevados y tienen grandes variaciones pero después de los primeros
500 mili-segundos se estabiliza la simulación y el envío de datos tiene un tiempo promedio
esperado de 208.333 micro-segundos. Hay que tener en cuenta que este tiempo de muestreo
varía un poco en algunos puntos de la simulación debido a cambios de topología del sistema
de potencia y a que Windows no es un sistema operativo de tiempo real.
Figura 2.3. Prueba de tiempo de envío de valores muestreados con
controlador Npcap. Eje Y: tiempo de muestreo en nano-segundos. Eje X:
Segundos de simulación
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2.4. Pruebas de envío y recepción IEC61850
Las pruebas de envío y recepción de datagramas con valores muestreados y mensajes GOOSE
se realiza con Wireshark, el cual, es un Software especializado para monitoreo y análisis de
protocolos de comunicación [43]. Se usan dos computadores conectados entre sí a través de
un cable conectado al puerto Ethernet de cada computador. A continuación en la Figura 2.4
se presentan las características técnicas de los computadores usados para pruebas y conexión
entre ellos.
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La primera prueba consiste en ejecutar el programa de envío de valores muestreados en el
computador de la simulación RTS y recibir en el computador del relé. Se abre Wireshark
desde el computador de envío con el objetivo de comprobar que la trama es armada
correctamente y los datos se están enviando al otro computador. En la Figura 2.5 se observa
que el SoftwareWireshark reconoce las tramas de datos de valores muestreados y las etiqueta
como protocolo IEC61850 Sampled Values, lo que quiere decir que el datagrama se construyó
correctamente y los valores muestreados se están enviando.
La segunda prueba tiene como objetivo determinar si efectivamente están llegando valores
muestreados al computador remoto destinado para la metodología de protección. Tal como se
observa en la Figura 2.6 la trama es recibida desde el otro computador y ademásWireshark la
reconoce correctamente y la etiqueta con el estándar IEC61850, sin embargo, es importante
percatarse que la diferencia de la trama de datos obtenida en el computador de envío es
diferente a la trama de datos recibida. Esta diferencia radica básicamente en que el VLAN
802.1Q no se encuentra en el computador que recibe los datos debido a que Winpcap no
soporta esta etiqueta [44].
Esto, signicó un cambio en la librería LibIEC61850 [41] usada como base de esta
implementación que consistió en saltarse esta etapa de la decodicación y de esta forma
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Figura 2.5. Envío de la trama de valores muestreados
el algoritmo pueda terminar el procesamiento de todo el paquete.
Finalmente, de la misma forma que se prueba la recepción de valores muestreados se hace
con los mensajes GOOSE, esta vez, el computador de recepción es aquel destinado para
la implementación y ejecución de la metodología de protección. En la Figura 2.7 se puede
observar el datagrama que llega también sin la etiqueta VLAN 802.1Q.
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Figura 2.6. Recepción de la trama de valores muestreados
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Figura 2.7. Recepción de mensajes GOOSE
CAPÍTULO 3
Procesamiento de la señal con el método de Fourier y Wavalet
La tarea de procesamiento matemático de señales eléctricas en el sistema de potencia se
facilitó considerablemente a partir de principios de 1960, dónde surge el procesamiento digital
de señales y el algoritmo de Transformada Rápida de Fourier [20]. En la década del 70' se
comienza a estudiar y usar la señal transitoria con el análisis de onda viajera, logrando
velocidades de respuesta muy altas en la identicación y localización de fallas en el sistema
eléctrico de potencia [45]. Años más tarde, surge la transformada Wavelet, la cual permite
descomponer una señal en otras ondas usando la translación y rotación de una onda madre
[7].
Existen numerosos métodos matemáticos para procesar información en la tarea de identicar
y localizar fallas en líneas de transmisión, en este capítulo se presenta la Transformada
Discreta de Fourier y la Transformada Wavelet, las cuales se usarán como herramientas de
procesamiento para el desarrollo de las metodologías de identicación de fallas en líneas de
transmisión.
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3.1. Transformada de Fourier
Uno de los métodos más usados para el procesamiento de la información de fallas en el
sistema de potencia, como el fasor de la corriente y el voltaje, es la Transformada de Fourier
(FT) [46, 47], que convierte una señal continua en el dominio del tiempo x(t) al dominio de





Como se puede observar en la ecuación 3.1, la Transformada de Fourier permite representar
una función periódica continua como una suma de un número innito de exponenciales
complejas. No obstante, en el proceso de medición en sistemas de potencia reales, esta señal
x(t) es muestreada y convertida a una señal digital x(n), por un convertidor Análogo a Digital
(ADC). Para un tiempo de muestreo Ts y una secuencia de N muestras; la representación
matemática de la conversión está denida por
(3.2) x[n] = x(nTs) n = 0, 1, 2, ..., N − 1
Como ejemplo, en la parte superior de la Figura 3.1, se observa una función continua senoidal
con una frecuencia fundamental de 60 Hz, que representa la señal física de algún sistema
eléctrico. Esta señal ha sido digitalizada gracias al uso de un ADC, con una tasa de muestreo
de Fs = 1200muestras/segundo, y el resultado de la digitalización se puede ver en la parte
inferior de la Figura 3.1. Lo que signica esto es que para procesar mediciones reales de
un sistema de potencia, es necesario el uso de la versión discretizada de la Transformada de
Fourier, llamada Transformada Discreta de Fourier (DFT). La DFT de una señal digitalizada,








3.1.1. Cálculo del fasor. El método con el cual se calculan típicamente los fasores
en tiempo continuo es la Transformada de Fourier, que toma señales en el dominio del
tiempo y las convierte a señales equivalentes en el dominio de la frecuencia. Cada una
de esas frecuencias tiene un fasor asociado que en un sistema eléctrico ideal corresponde
a la frecuencia fundamental, sin embargo, en un sistema eléctrico real existen otros fasores
asociados a armónicos presentes en el sistema. La Transformada Discreta de Fourier, derivada
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Figura 3.1. Señal senoidal Análoga y Digital
Una señal periódica con frecuencia fundamental ω0 = 2πf0, puede ser representada por el
término fundamental de la serie de Fourier (Ver Ecuación 3.5), teniendo en cuenta la onda




La señal x(t) de la Ecuación 3.6, puede ser representada matemáticamente como un fasor





(3.7) X̄ = Xejφ = Xcos(φ) + jXsin(φ)
3.1.2. Algoritmo de Transformada de Fourier Recursivo. Se desarrolló un
algoritmo basado en [46, 47] para determinar los fasores y frecuencia de una señal basado
en técnicas de Fourier. El algoritmo se basa en una señal muestreada, que cumpla con el
criterio de Nyquist, lo cual permite observar tanto la magnitud y el ángulo de desfase con
respecto a una referencia.
Dado que para el uso de relés se necesita gran velocidad, se implementó el algoritmo de
Transformada de Fourier de forma recursiva. El pseudocódigo del algoritmo desarrollado en
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la herramienta de software C++, se presenta a continuación en 1 y el código desarrollado se
puede consultar en el Anexo A, dónde también se muestra el cálculo de las impedancias de
falla.
Algoritmo 1: Algoritmo para calcular fasor (DFT)
Input: xin, N ← Numero de muestras ventana
Output: Phasor Xph
1 begin Phasor non recursive
2 for k ← 0 to N − 1 do
3 Xre[k]← xin[k] ∗ cos[−2 ∗ [k − 1] ∗ piN ]
4 Xim[k]← xin[k] ∗ sin[−2 ∗ [k − 1] ∗ piN ]
5 Xphre[N − 1]← 2N ∗
∑N−1
k=0 Xre[k]
6 Xphim[N − 1]← 2N ∗
∑N−1
k=0 Xim[k]
7 begin Phasor recursive









Input: xin[k] = sample k = 1, 2...
11 if k < N then
12 Phasor non recursive()
13 else
14 Phasor recursive()
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Figura 3.2. Banco de ltro de 3 niveles para análisis multi-resolución
3.2. Transformada Wavelet
La Transformada Wavelet permite descomponer una señal en términos de otras ondas, las
cuales son generadas usando translación y dilatación de una Wavelet madre, denida por
(3.8) Ψj,k(t) = 2
−j/2Ψ(2−jt− k)
Para la implementación de la Transformada Discreta Wavelet, se usa el Análisis
Multiresolución (MRA por sus siglas en inglés), el cual está diseñado para dar buena
resolución de tiempo para altas frecuencias y pobre resolución de tiempo para bajas
frecuencias [33]. Esto es muy importante en el análisis del transitorio electromagnético ya
que permitirá que se pueda conocer con mayor certeza el momento en que ocurrió una falla,
mediante el uso de la señal transitoria (de mayor frecuencia). La Transformada Discreta
Wavelet (DWT), se puede interpretar como un banco de ltros en cascada, donde una señal
de entrada se descompone al pasar por ltros paso bajo (llamados funciones de onda) y por
ltros paso alto (llamados funciones de escala). La denición matemática para el cálculo de









yhigh[k] y ylow[k] corresponden a la salida de los ltros paso alto y paso bajo respectivamente
a un nivel dado, luego de reducir las muestras a la mitad. En la gura 3.2 se puede ver la
descomposición Wavelet en bloques, donde g[n] es un ltro paso alto y h[n] es un ltro paso
bajo.
Se realiza la implementación de la DWT en MATLAB, donde se le aplica la descomposición
de tres niveles a una señal senoidal de 60 Hz a la cual se le suma ruido y un escalón. Esta
señal ha sido muestreada a una frecuencia de 15360 Hz, correspondiente a 256 muestras por
ciclo (Ver Figura 3.3). En la Figura 3.4 se observa el resultado de la descomposición Wavelet.
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Figura 3.3. Señal de entrada muestreada para la descomposición Wavelet
En los primeros niveles de descomposición DWT, se observa principalmente el ruido y la
señal escalón correspondiente a la señal transitoria, como se puede ver en la Figura 3.4. En
el más bajo nivel de descomposición se puede ver principalmente la señal de 60 Hz y la
componente DC dela función escalón luego de 0.1 segundos o de la muestra 2000.
3.2.1. Algoritmos para implementación de Transformada Wavelet Discreta.
Existen diferentes algoritmos para realizar la implementación en C++ de la Transformada
Wavelet Discreta. El análisis multiresolución o el Algoritmo Piramidal que se usó para la
DWT en MATLAB fueron publicados por Stephane G. Mallat en 1989 [48], el cual, toma
una secuencia x(n) de longitud N para obtener una secuencia de salida de la misma longitud
de la entrada. En la más alta resolución la salida es de longitud N
2
, la siguiente salida es de
N
4
y así hasta la mínima resolución. Para la implementación se requieren log(N) ltros y el
almacenamiento es proporcional a la longitud de la secuencia de entrada, es por esto, que
para secuencias cuasi-innitas como la protección del sistema eléctrico de potencia que es en
tiempo real, es necesario el uso de un algoritmo recursivo.
Se programa la Transformada Wavelet Discreta con enventanado en MATLAB, teniendo
en cuenta una señal muestreada de entrada del voltaje medido en una fase del sistema
de potencia de 133kV línea-neutro correspondientes a 230kV línea-línea. Debido a que se
requieren tres niveles de descomposición Wavelet, el número mínimo de muestras que se
necesita es de 16, para obtener una salida en el primer nivel de 8 muestras, el segundo de 4
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Figura 3.4. Descomposición DWT de la señal
y el último de 2. A partir de este número de muestras mínimo se ejecuta la descomposición
Wavelet, obteniendo como resultado un efecto borde debido a la ejecución de la convolución
en la operación, y oscilaciones en toda la señal al usar un número de muestras muy pequeño.
Para resolver este efecto indeseado en cada enventanado, en primer lugar, se realiza una
variación del número de muestras de la ventana y así determinar la mínima cantidad en el
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Figura 3.5. DWT manual
cual la respuesta oscilatoria se hace despreciable; se encuentra que este valor es 80 muestras
por ventana, correspondientes a un ciclo de la onda de 60 Hz. En la Figura 3.5 se puede
observar el resultado de la transformada wavelet en una ventana de 80 muestras, el cual se
ve afectado por los bordes generados por la convolución.
Para validar el resultado, se implementa el algoritmo de DWT con enventanado usando la
función Wavedec de MATLAB. En la Figura 3.6 se observa que encuentra en la salida se
obtienen más muestras de lo esperado porque la convolución interna que realiza esta función
es la versión completa con algunas muestras adicionales. Se logra encontrar que el efecto
bordes es mínimo con respecto al resultado obtenido con la implementación sin la función
Wavedec. Esto fue un resultado interesante porque en el centro de la gráca el resultado fue
exactamente el mismo, la única diferencia es el efecto borde reducido de la implementación de
MATLAB, la cual resuelve este problema de distorsión en las esquinas agregando muestras
a los dos lados de la señal, lo que consiste en replicar una parte de la señal de entrada de
forma simétrica a cada lado lo cual no afecta la Transformada Inversa de Wavelet [49].
Este efecto en los bordes y la solución de agregar muestras de forma simétrica a los lados
de la señal no es conveniente cuándo ocurre una falla al inicio o al nal de cada ventana,
pues al agregar muestras adicionales en los bordes de la señal, se diculta la detección de
perturbaciones. Por lo que se revisan otros algoritmos como el algoritmo Wavelet Lifting,
publicado por Wim Sweldens en 1996 [50], el algoritmo de Transformada Wavelet Packet
usado como una alternativa para la medición de la componente fundamental de la potencia
[51] y por último una versión recursiva y en tiempo real del algoritmo piramidal de Mallat,
publicada por Mohan Vishwanath en 1994 [52] y llamado Algoritmo Piramidal Recursivo
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Figura 3.6. DWT con funciones de MATLAB
(RPA), el cual se elije como la mejor opción para implementación de la Transformada
Discreta Wavelet en tiempo real porque a diferencia del algoritmo piramidal clásico de Mallat,
este tiene la ventaja de ser en tiempo real y de que las variables a almacenar no dependen
del número de entradas y salidas que se tengan, lo que es una ventaja para entradas cuasi-
innitas como el sistema de potencia.
3.2.2. Onda madre Wavelet. La elección de la onda madre Wavelet se hace teniendo
en cuenta los estudios de protección con base en el transitorio encontrados en el estado del
arte. Se encuentra que la función madre más usada para esta aplicación es la "Daubechies",
por su gran rendimiento para sistemas de potencia y facilidad en la implementación en relés
digitales [12, 11, 30]. Para obtener la Transformada Wavelet de la señal se implementa
un ltro paso alto y pasa bajo de Respuesta Finita al Impulso (FIR), por cada nivel de
descomposición.
En la implementación Wavelet realizada en [32, 9, 33] se usa un ltro Daubechies 6, sin
embargo, se encuentra en la mayoría de los artículos encontrados que el más usado es el
Daubechies 4 [12, 11, 30], por lo que es el elegido para este trabajo.
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3.2.3. Algoritmo Piramidal Recursivo. El algoritmo piramidal recursivo (RPA)
[52] se plantea como una alternativa al algoritmo piramidal de Mallat [48], este presenta la
gran ventaja de ser diseñado para aplicaciones de tiempo real y ser eciente en términos
de almacenamiento. Básicamente, el algoritmo consiste en reorganizar las salidas de la
Transformada Rápida Wavelet de acuerdo al dato más rápido de salida que se pueda obtener,
lo que permite obtener una salida por cada dato que llega en tiempo real, como se puede
observar en el ejemplo de la Figura 3.7, dónde se usa un ltro Daubechies 1 con un vector
de coecientes de tamaño dos y por cada entrada se obtiene una salida en diferentes niveles
de descomposición.
Valor muestreado
Figura 3.7. Algoritmo RPA, primeras 8 muestras y niveles de
descomposición Wavelet
Para ilustrar mejor, en la Figura 3.8 se observa la llegada de una nueva muestra, la cual
requiere de dos datos, debido a que el ltro Daubechies 1 tiene tamaño dos, para el cálculo
de la salida que corresponde al primer nivel de descomposición Wavelet.
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Valor muestreado
Figura 3.8. Algoritmo RPA, 9 muestras y niveles de descomposición Wavelet
Con la llegada de la siguiente muestra se obtiene como salida un dato del segundo nivel de
descomposición, que a su vez usa información de dos muestras anteriores del primer nivel,
como se observa en la Figura 3.9.
Valor muestreado
Figura 3.9. Algoritmo RPA, 10 muestras y niveles de descomposición Wavelet
De la misma forma, a la muestra 11 le corresponde una salida del primer nivel de
descomposición (Ver Figura 3.9) y así sucesivamente cada dos muestras para este nivel,
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cada cuatro para el segundo nivel y cada ocho para el tercer y último nivel de este ejemplo,
como se observa en la Figura 3.10 para el tercer nivel y en la Figura 3.11 luego de la llegada
de 16 muestras.
Valor muestreado
Figura 3.10. Algoritmo RPA, 11 muestras y niveles de descomposición Wavelet
Valor muestreado
Figura 3.11. Algoritmo RPA, 12 muestras y niveles de descomposición Wavelet
A continuación se presenta el algoritmo 2, que corresponde al pseudocódigo de la
implementación de la descomposición Wavelet recursiva, en tiempo real, basada en el
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Algoritmo Piramidal Recursivo (RPA) [52].
Algoritmo 2: Algoritmo piramidal recursivo (RDWT)
1 begin main
Input: W [0, i]← x[i] for i = 1, 2...N
Output: Decomposition levels H
2 for i← 1 to N do
3 rdwt[i, 1]
4 begin rdwt
5 if iespar then
6 k = i+1
2
7 sumL← 0
8 sumH ← 0
9 for m← 0 to L− 1 do
10 sumL← sumL+W [j − 1, i−m] ∗ w[m]
11 sumH ← sumL+W [j − 1, i−m] ∗ h[m]
12 W [j, k]← sumL
13 H[j, k]← sumH
14 else
15 rdwt[i/2, j + 1]
16 return H
Esta metodología se implementó en el lenguaje de programación C++, sin embargo,
se encentraron dicultades en la validación debido a que la matriz W [j, k] y H[j, k]
correspondientes a cada uno de los niveles de descomposición de los ltros pasa bajo y
pasa alto, respectivamente, crecía su tamaño hasta hasta que las variables que alojaban la
matriz, llegaban al límite de memoria y se reiniciaban generando valores de descomposición
errados. Con el objetivo de resolver esta situación, se hizo necesario realizar un enventanado
móvil de longitud nita y para obtener el mayor detalle de la señal (Ver Figura 3.12), se
generó una ventana móvil que se mueve cada dos muestras. Al hacer esto, naturalmente
según el planteamiento del algoritmo en 2, por cada muestra posterior se hace necesario el
cálculo de toda la ventana, lo que lo hace ineciente e inviable para una tasa de muestreo
aproximada de 208 micro-segundos.
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Figura 3.12. Algoritmo RPA, 16 muestras y niveles de descomposición Wavelet
Para resolver la ineciencia de cálculo y evitar que sea necesario calcular cada una de las
salidas de la ventana por cada nueva muestra, se realiza modicación al algoritmo 2. La
modicación consiste en aprovechar todos los cálculos previos de la Transformada Wavelet y
usarlos como entrada para calcular la siguiente muestra, similar a un buer circular matricial.
De esta forma, solo es necesario calcular un dato de salida cada nueva muestra que llega. A
continuación en el algoritmo 3 se presenta la modicación realizada.
Figura 3.13. Algoritmo RPA modicado con ventana móvil
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Figura 3.14. DWT con Wavedec
Para validar que el algoritmo propuesto en esta tesis funciona de manera correcta, se realiza
una simulación en el software ATP y se ingresan los datos a MATLAB y al nuevo algoritmo
en C++. En la Figura 3.14 se muestra el resultado de la DWT con los tres niveles de
descomposición Wavelet, obtenido luego de adquirir 4800 y procesarlas, es decir, el resultado
se obtiene fuera de línea y es la respuesta ideal que se espera tenga el nuevo algoritmo.
Luego de ejecutar la simulación en tiempo real conectado al nuevo algoritmo, los resultados se
adquieren y se graca el primer nivel de descomposición de la DWT obtenida en MATLAB en
comparación con el algoritmo recursivo en tiempo real implementado en C++. El resultado
se puede observar en la Figura 3.15, dónde se ve una gran similitud en los dos métodos y
dónde no se observa efecto de bordes, lo cual es muy importante. Además, se encuentra un
pequeño retraso debido a que en la ejecución de tiempo real una muestra de salida para el
primer nivel de descomposición tarda dos muestras de entrada.
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Algoritmo 3: Algoritmo piramidal recursivo punto a punto (DWT)
1 begin main
Input: W [0, i]← xin[i] for i = 1, 2...
Output: Niveles de descomposición H
2 first_Window ← 1
3 begin DWT por muestra
4 if (first_Window 6= 1)and(i == 1) then
5 for i← 1 to SW do
6 W [0, i]←W [0, N + i]
7 rdwt_mod[i, 1]




12 if (i < N + SW ) then
13 i← i + 1
14 else
15 i← 1
16 firstW indow ← 0
17 begin rdwt
18 if i es par then
19 k = i+12
20 sumL← 0
21 sumH ← 0
22 for m← 0 to L− 1 do
23 sumL← sumL + W [j − 1, i−m] ∗ w[m]
24 sumH ← sumL + W [j − 1, i−m] ∗ h[m]
25 W [j, k]← sumL
26 H[j, k]← sumH
27 else
28 rdwt[i/2, j + 1]
29 begin rdwt_mod
30 if i es par then
31 k = i+12
32 W [j, k]←W [j, ( N2∗j ) + k]
33 H[j, k]← H[j, ( N2∗j ) + k]
34 else
35 rdwt_mod[i/2, j + 1]
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DWT con falla monofásica en 0.8 segundos
MATLAB (Off-line)
C++ (Tiempo real)
Figura 3.15. Resultado de la implementación de la Transformada Wavelet
en C++
CAPÍTULO 4. PROCESAMIENTO DE LA SEÑAL CON EL MÉTODO DE
FOURIER Y WAVALET
CAPÍTULO 4
Metodologías de protección para líneas de transmisión
A continuación, en este capítulo se presenta la implementación de la metodología de
protección convencional basada en información de la frecuencia fundamental con la
Transformada Discreta de Fourier como herramienta de procesamiento (Protección de
Distancia) y la implementación de la metodología de protección con base en el transitorio
electromagnético con la Transformada Discreta Wavelet. Además se presenta el ajuste de
cada una de las protecciones.
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4.1. Protección de distancia
Los relés de distancia son usados generalmente para la protección de líneas de transmisión
[47]. Estos actúan bajo el principio de comparación de los fasores de tensión y corriente de
la línea, que resulta en un valor de impedancia; esta comparación y la determinación de la
falla depende de la metodología denida por el fabricante de la protección.
En operación normal del sistema eléctrico de potencia, el relé debe medir la impedancia de
la línea ZL más la impedancia de carga [ZC ], ZR = ZL +ZC . En caso de que ocurra una falla
trifásica aterrizada sólidamente a tierra en un tramo de la línea, como se observa en la Figura
4.1, por ejemplo; la impedancia vista por el relé cambiará y será igual a la impedancia de la
línea vista desde el relé hasta la distancia de la falla [Df ]. Matemáticamente, para una falla









Figura 4.1. Línea de transmisión en falla
La impedancia de la línea calculada según el voltaje y corrientes medidos será comparada con
la impedancia conocida de toda la línea, con el objetivo de identicar la falla y determinar
en qué lugar ha ocurrido. Esta comparación de impedancias dene un círculo centrado
en el origen del plano R-X y corresponde a la primera característica del relé de distancia
llamada relé de impedancia, sin embargo, esta característica es no direccional y es sensible
ante oscilaciones de potencia. Para evitar esto existe la característica Mho que presenta la
misma forma circular de un relé de impedancia a diferencia de que este tiene desfase del
origen; normalmente, el circulo se ubica en su mayoría en el primer cuadrante. También
existe la característica cuadrilateral, cuya forma es un cuadrilatero y permite ajustar el
alcance resistivo y reactivo de forma independiente, además, es muy usada en los relés
de distancia numéricos. Finalmente, se pueden crear formas combinadas entre distancia y
mho para obtener el mayor rendimiento de protección posible, según sea el caso. Cuando
la impedancia de falla se encuentra dentro de la forma seleccionada, se envía la señal de
despeje. A continuación en la Figura 4.2 se muestran las principales características del relé
del distancia [53, 54].
La característica rectangular (o cuadrilateral), es la forma más apropiada para relés de
distancia [47], por lo que se elije para la implementación del relé basado en la frecuencia
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Figura 4.2. Formas características del Relé
fundamental. Se dene entonces una forma simple rectangular para implementación, teniendo
en cuenta umbrales de reactancia y resistencia denidos con el n de obtener la mayor
conabilidad en la operación. En la 4.3 se muestra la forma característica del relé de
distancia rectangular que se implementa. La implementación de este relé, en el lenguaje
de programación C++ con la Transformada Discreta de Fourier, se puede ver en el Anexo
A.
La protección de distancia debe operar instantáneamente para fallas ocurridas dentro de la
línea de transmisión, con lo cual se busca despejar rápidamente las fallas en la línea. Además,
para cubrir error de selectividad ante poca precisión en el cálculo de parámetros, en los
transformadores de instrumentación y por fallas de alta impedancia, el criterio recomendado
de ajuste de protección es k = 70 − 85 % [47], en este caso se ajusta k = 85 %. Debido a
que la característica elegida es rectangular, como se observa en la 4.3 el ajuste comprende
un umbral mínimo de reactancia que se elije de cero en la Ecuación 4.12, ya que la idea es
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Figura 4.3. Característica del relé cuadrilateral
que el relé de distancia no opere ante fallas atrás de la línea de transmisión.
(4.12) Xmin = 0 [Ω]
El umbral máximo de reactancia se elije al 85 % de la línea lo que implica que k = 85 % en
la Ecuación 4.13.
(4.13) Xmax = k ∗XL [Ω]
Para el alcance resistivo con el n de garantizar direccionalidad se elige un umbral mínimo
de resistencia de 0Ω como se dene en la Ecuación 4.14.
(4.14) Rmin = 0 [Ω]
El umbral máximo resistivo se dene como el alcance resistivo y se recomienda en [55] que
se ajuste como el 45 % de la impedancia mínima de carga o de máxima transferencia del
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circuito en cuestión y se dene por la siguiente ecuación dónde In es la corriente nominal de
la línea de transmisión.
(4.15) Rmax =
VL√
3 ∗ 1,2 ∗ In
[Ω]
De esta forma, y teniendo en cuenta los parámetros de la línea de transmisión a proteger, la
impedancia de ajuste para el relé de distancia es la siguiente
Xmin = 0 [Ω]
Xmax = 36,43 [Ω]
Rmin = 0 [Ω]
Rmax = 65 [Ω]
Es importante tener en cuenta para fallas monofásicas el factor de compensación residual




K0 = 0,5424− 0,07929j
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4.2. Protección basada en el transitorio electromagnético
Las protecciones eléctricas del sistema eléctrico de potencia han dado un paso enorme
en la solución del problema de mantener la continuidad en el suministro de energía
eléctrica, mejorando así la conabilidad del sistema [56]. Sin embargo, hay factores como la
impedancia de falla, oscilación de potencia, cambio en la topología del sistema y saturación
del transformador de corriente [CT] que afectan negativamente la operación de los relés
de protección convencionales de la red hoy en día, razón por la cual en los últimos años
han comenzado a usarse metodologías de protección basadas en el uso de información de
transitorios de alta frecuencia [7, 8].
A partir de la clasicación de metodologías de protección con base en el transitorio
electromagnético y la transformada Wavelet, se seleccionaron y estudiaron detalladamente
las investigaciones que lograron mejores resultados para una conguración de envío de valores
muestreados cercano a las 80 muestras por ciclo, correspondiente a 4800 muestras por
segundo y un ancho de banda de comunicación limitado por el teorema de Nyquist, de
2.4 kHz.
A continuación se presenta la metodología de protección con base en el transitorio
electromagnético, adaptada de [32, 9, 33].
4.2.1. Transformada Wavelet. Los valores muestreados de voltaje Va,b,c[n] y de
corriente Ia,b,c[n] llegan a la unidad de protección por medio de comunicación digital con
base en el estándar IEC61850-9-2 [14], a una velocidad de muestreo de 80 muestras por ciclo
de 60 Hertz o 4800 muestras por segundo, es decir, una muestra llega cada 208,33µS. Según
el teorema de Nyquist, el ancho de banda limitado por el muestreo de la comunicación digital
es de 2.4 kHz [19]
A las tres señales de voltaje y las tres de corriente que llegan a la protección, se les aplica el
ltro de descomposición Wavelet Daubechies 4, elegido por ser uno de los ltros más usados
en el estado del arte de metodologías de protección por su gran rendimiento para sistemas
de potencia y facilidad en la implementación en relés digitales [12, 11, 30].Para obtener la
Transformada Wavelet de la señal se implementa un ltro paso alto y pasa bajo de Respuesta
Finita al Impulso (FIR), por cada nivel de descomposición.
Para la metodología de protección desarrollada, se hace uso del primer nivel de
descomposición con las frecuencias más altas entre 1200-2400 Hz pues en este rango de
frecuencias se encuentra la información más relevante de fallas en las líneas de transmisión
[33]. Además, la Transformada Wavelet se diseña para tres niveles de descomposición con
el n de tener la posibilidad de usar las componentes de baja frecuencia correspondientes
al tercer nivel, discriminadas entre 0-600 Hz, y componentes intermedias de frecuencia
correspondientes al segundo nivel entre 600-1200Hz para combinación en el uso de baja y
alta frecuencia en trabajo futuro. Se usa el Algoritmo Piramidal Recursivo (RPA) presentado
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en [52] para la implementación de la DWT.
4.2.2. Detección de falla. Una falla o maniobra en el sistema de potencia genera
componentes espectrales de alta frecuencia causadas por el transitorio electromagnético,
al aplicar la Transformada Wavelet y obtener el primer nivel de descomposición con las
componentes de alta frecuencia de la señal es posible determinar si hay una situación anómala
en el sistema de potencia.
En [32] se plantea la detección tomando la señal de voltaje, al llegar un dato en tiempo real
este se descompone en los niveles Wavelet y el resultado se compara con el resultado anterior
para vericar si hay un cambio importante en la señal de alta frecuencia, es decir, se halla
el valor absoluto de la diferencia entre la señal de voltaje de alta frecuencia actual HFVx[n]
y la anterior HFVx[n − 1], por cada fase de voltaje [A,B,C], y esta diferencia se compara
con un umbral de voltaje Thd, el cual tenderá a cero en condiciones operativas de 60Hz y a
ser mayor que cero cuándo hay alguna perturbación en el sistema eléctrico de potencia.
(4.17) Dx[n] =
{
1 si |(HFVx[n]−HFVx[n− 1])| > Thd
0 en otro caso
El umbral de voltaje Thd se ajusta de acuerdo al voltaje máximo de la línea, la frecuencia
de muestreo y la señal madre wavelet elegida. Es así que un método de ajuste consiste en
hacer pasar una onda seno simulada con la magnitud y frecuencia de una línea sana sin
falla a través de la descomposición Wavelet y de esta forma obtener el valor absoluto de la
diferencia entre la señal de voltaje de alta frecuencia actual y la anterior durante más de
un periodo de tiempo con el n de elegir el valor máximo que podrá tomar la diferencia en
situaciones normales de operación del sistema de potencia.
Una señal de detección de falla será activada en la muestra n, cuándo DA[n], DB[n] o DC [n]
tome el valor de uno, es decir, cuándo la derivada de la señal de voltaje de alta frecuencia en
cualquiera de las fases A, B o C, sea mayor al umbral Thd. Como se muestra en la siguiente
ecuación
(4.18) Det[n] = (DA[n] OR DB[n] OR DC [n])
El Algoritmo Piramidal Recursivo implementado para obtener la Transformada Wavelet,
funciona en tiempo real por lo que cada muestra de entrada es procesada inmediatamente.
Cada dos muestras de entrada se obtiene una señal de salida en el primer nivel de
descomposición debido al submuestreo de la Transformada Wavelet, para el segundo nivel de
descomposición se obtendrá una muestra cada cuatro de entrada y para el tercer nivel una
muestra cada ocho de entrada. Para la detección de falla se usa la señal de alta frecuencia
correspondiente al primer nivel de descomposición Wavelet de muestras tomadas a una
52 4.2. PROTECCIÓN BASADA EN EL TRANSITORIO ELECTROMAGNÉTICO
velocidad de muestreo de 80 muestras por ciclo, por lo tanto, en teoría una falla podrá
ser detectada al pasar tan solo dos muestras o lo que es igual a 417µs.
4.2.3. Lógica de detección de direccionalidad. Luego de detectar que ha ocurrido
una falla, es fundamental determinar si esta ocurre atrás o adelante de la línea transmisión
a proteger con el n de evitar alguna mala operación del relé. Para esto, se usa la señal de
cada fase de voltaje y corriente de alta frecuencia HFVx[n] y HFIx[n] respectivamente; estas
señales son usadas para encontrar la señal de potencia de alta frecuencia HFPx[n], como se
muestra en la siguiente ecuación, dónde x es la fase A,B o C.
(4.19) HFPx[n] = HFVx[n] ∗HFIx[n]
La información de direccionalidad se obtiene a partir de la suma acumulativa de las potencias
instantáneas de alta frecuencia en un rango de tiempo, el cual se elije de 5ms con base en
[33]. Sin embargo, como la frecuencia de muestreo usada en esta metodología es mayor, se
podría usar un rango de tiempo menor hasta de 2ms, pues cinco muestras son sucientes.




(HFPA[n] +HFPB[n] +HFPC [n])
De esta forma a partir de la detección de falla en la muestra número n, luego de pasar por lo
menos cinco muestras de alta frecuencia, será posible determinar si la falla ocurrió adelante
o atrás de la línea. Si la suma acumulativa de potencias instantáneas de alta frecuencia en un
rango de tiempo es mayor que cero, la direccionalidad es positiva por tanto la falla ocurrió
adelante de la línea de transmisión, de lo contrario, la falla ocurrió atrás de la línea. La
selectividad de este método de detección de direccionalidad es mayor si se usa un esquema
de comunicación entre el relé en el extremo local y el extremo remoto de la línea, en ese caso
si la suma acumulativa de potencias en los dos relés es positiva signicará que la falla fue
adelante y adentro de la línea [33].
4.2.4. Lógica de clasicación de la falla. Con el n de clasicar la falla detectada,
se usan las corrientes de alta frecuencia (HFIx) correspondientes al primer nivel de
descomposición Wavelet. Mediante la transformación modal se extrae la información de cada
una de las fases eliminando el efecto de acoplamiento mutuo en las líneas de transmisión.
Existen varias matrices de transformación como la Clarke, Wedepohl y la Karrenbauer, las
cuales son muy usadas para líneas de transmisión transpuestas [57]. En este caso, se elije
la transformación Karrenbauer debido a que solo necesita sumas y restas lo que la hace
muy eciente desde el punto de vista de cálculo computacional. La metodología para la
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clasicación de fallas presentada, está basada en [9]. A continuación, en la ecuación 4.21 se





























































En las ecuaciones 4.22 4.23 y 4.24 se observa que A0 = B0 = C0, A1 = C2, B1 = A2 y
C1 = B2. Por lo que solo se necesitará información de A0, A1, A2 y C1, pues el resto es
redundante. A continuación se presenta la denición de cada una de estas variables
A0 = HFIA[n] +HFIB[n] +HFIC [n](4.25)
A1 = HFIA[n]−HFIB[n](4.26)
A2 = HFIA[n]−HFIC [n](4.27)
C1 = HFIC [n]−HFIA[n](4.28)
En el momento en que una falla es detectada, las señales A0, A1, A2 y C1 son elevadas al
cuadrado y se acumulan en nuevas señales relacionadas a las fases A, B, C y tierra, de la
siguiente forma

















A continuación en la Figura 4.4 se puede observar el diagrama de ujo de la metodología
de protección con base en el análisis transitorio y el estándar de comunicación IEC61850, la
implementación en C++ del algoritmo y la Transformada Wavelet Discreta se puede ver en
el Anexo B.
4.2.5. Ajuste de protección basada en el Transitorio electromagnético. El
primer paso para que el algoritmo de protección basado en el transitorio identique que hay
una condición anómala en la línea de transmisión, es que el valor absoluto de la diferencia
del voltaje de alta frecuencia actual y el anterior sea mayor a un umbral Thd. Este umbral se
ajusta de acuerdo al voltaje máximo de la línea, la frecuencia de muestreo y la señal madre
wavelet elegida.
Es así que se hace pasar por el ltro Wavelet la señal de la ecuación 4.17 y se elije el
máximo valor obtenido. Este valor multiplicado por tres es el umbral denido para la primera
detección de falla que efectúa el algoritmo de protección
(4.33) Vf [n] = Vm ∗ cos(2 ∗ π ∗ F ∗ nTs) n = 0, 1, 2, ..., N − 1
En este caso, como el voltaje ecaz de la línea es 230kVrms, el voltaje máximo será
VM = 187,7942kV , la frecuencia F = 60Hz y el periodo de muestreo Ts = 180∗60 = 208,33µS,
la ecuación 4.17 queda
(4.34) Vf [n] = 187794 ∗ cos(
π ∗ n
40
) n = 0, 1, 2, ..., N − 1
Al aplicar la TransformadaWavelet a esta señal muestreada, el resultado obtenido del Umbral
de voltaje para detección de falla es
Thd = 0,584528 ∗ 3 [V ]
De similar forma, se encuentra el umbral para detectar el tipo de falla
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Figura 4.4. Diagrama de ujo de protección transitoria. Adaptado de [33]
Thf = 55,337314 ∗ 3 [V ]
CAPÍTULO 5
Simulación y resultados
Con el n de validar el correcto funcionamiento de las protecciones en el sistema eléctrico de
potencia, y llevar la implementación del algoritmo de protección con base en el transitorio
electromagnético lo más cercano a la realidad, se plantea el uso de un Simulador de Tiempo
Real (RTS).
El algoritmo de protección de distancia adaptable, necesita recibir valores muestreados de los
transformadores de voltaje y de corriente de la línea de transmisión con el n de procesar la
información y decidir si existe o no una falla; en caso de un evento se hace necesario enviar,
tan rápido como sea posible, mensajes de apertura o cierre del interruptor de la línea con el
n de despejar la falla.
Se usa una simulación del sistema eléctrico de potencia en tiempo real con envío de valores
muestreados y recepción de mensajes GOOSE en un computador, partiendo del trabajo
realizado en [40]. La comunicación será por medio de un conexión con cable UTP entre los dos
computadores, dónde en uno estará el sistema eléctrico simulando y en el otro computador se
programa la metodología de protección distancia de la línea de transmisión con recepción de
protocolo IEC 61850-9-2 (Sampled Values) [14] y envío de IEC 61850-8-1 (mensajes GOOSE)
[15], como puede verse en la Figura 5.1.
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Figura 5.1. Arquitectura de simulación
A continuación, en este capítulo se presenta el Simulador de Tiempo Real usado para realizar
las pruebas de validación de los algoritmos de protección implementados y se presentan todos
los resultados obtenidos en esta investigación.
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5.1. Simulación en Tiempo Real (RTS) con base en ATP/EMTP
ATP/EMTP es un software de ingeniería que permite simular transitorios electromagnéticos
y electromecánicos de sistemas eléctricos de potencia con buena precisión. Este, incluye
modelos matemáticos para los elementos que componen la red eléctrica, además, también
permite crear modelos personalizados gracias a un lenguaje propietario llamado MODELS
[58].
Los MODELS están hechos para ejecutar instrucciones simples de programación, sin
embargo, tienen la gran ventaja de que pueden ser vinculados a funciones o modelos externos
escritos en lenguajes de alto nivel como lo son C, C#, C++, FORTRAN entre otros. Estos
MODELS son llamados foreign-MODELS y tienen que ser vinculados con ATP compilando
de nuevo el archivo ejecutable [40].
En la Figura 5.2 se presenta el diagrama de ujo del simulador de tiempo real, mostrando
la conexión entre ATP y el foreign-MODEL que se programó en C++ para enviar valores
muestreados y recibir mensajes GOOSE.
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Figura 5.2. Diagrama de ujo de RTS. Adaptado de [40]
La comunicación con base en el estándar IEC61850 permite enviar valores muestreados
directamente desde la simulación del sistema eléctrico de potencia en tiempo real a otro
computador con la metodología de protección para recibirlos y decodicarlos. Además, para
que el simulador tenga realimentación se implementa la recepción de mensajes GOOSE
con información de apertura y cierre de interruptores en la simulación, pues si la nueva
metodología de protección encuentra una falla, se envía un mensaje GOOSE de regreso para
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despejarla. Los datos de simulación deben ser recibidos e interpretados por el algoritmo de
protección para su procesamiento.
5.1.1. Caso de prueba en ATP. La simulación elegida para realizar las pruebas
consta de tres líneas de transmisión de un nivel de tensión nominal de 230kV , tres modelos de
generadores con sus impedancias internas cada uno y el RTS_MODELS"que está conectado
en el extremo de una línea con el n de medir el voltaje y corriente y de controlar el
interruptor que permite interrumpir el ujo de potencia de la línea en caso de detección
de una falla. En la Figura 5.3 se puede observar la simulación implementada en ATP con
























Uno de los aspectos más importantes a tener en cuenta para el estudio de los transitorios
electromagnéticos en el sistema de potencia, es la variación de la frecuencia. Por esto, se elije
como modelo matemático de las líneas de transmisión, el J Marti [59], un modelo matemático
preciso que permite simular la respuesta de una línea de transmisión en todo el rango de
frecuencias.
Las impedancias calculadas, por unidad de longitud, de cada una de las líneas de transmisión
de la simulación en ATP son las mismas y se presentan a continuación:
Z0 = 0,4168671 + 0,9082869j [ω/km]
Z1 = 0,1263328 + 0,3571601j [ω/km]
Z2 = 0,1263328 + 0,3571601j [ω/km]
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Las impedancias de secuencia total de la línea de transmisión a proteger, será usadas por
el relé basado en la frecuencia fundamental como parámetro de entrada. Esta línea tiene
120km de largo por lo que las impedancia de secuencia son
Z0 = 50,024052 + 108,994428j [ω]
Z1 = 15,159936 + 42,859212j [ω]
Z2 = 15,159936 + 42,859212j [ω]
5.1.2. Indicadores de rendimiento de esquemas de protección. A continuación
se presenta cada uno de los indicadores que se usarán para evaluar y comparar el rendimiento
de las protecciones eléctricas implementadas.
Tiempo de detección de falla
Las fallas en el sistema eléctrico de potencia requieren ser despejadas lo más rápido
y selectivo que sea posible con el n de evitar afectar la transferencia de potencia y
la estabilidad transitoria del sistema [10]. Es así, que entre más tiempo tarda una
protección en detectar una falla y actuar se pone en riesgo la estabilidad del sistema
eléctrico de potencia. Vale la pena mencionar, que los tiempos de falla simulados no
solo corresponden al tiempo que tarda la metodología en encontrar la anomalía, sino
que es el tiempo desde que ocurre la falla hasta que esta es despejada, incluyendo los
tiempos de viaje de los valores muestreados y del mensaje GOOSE para la apertura
del interruptor.
Por todo esto, el tiempo de detección de falla será uno de los parámetros que se
evaluarán como indicador de rendimiento de la protección.
Rendimiento en la detección de falla
Corresponde al porcentaje de fallas detectadas por el relé frente al número total
de fallas en la línea de transmisión a proteger.
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5.1.3. Factores que afectan la detección de falla. A continuación se presentan
las variables más importantes que afectan la detección de fallas por parte de relés con base
en la fundamental y transitorios.
Variación de la impedancia de falla
Las fallas de alta impedancia representan son muy difíciles de detectar en
esquemas de protección de distancia basados en la frecuencia fundamental [8],
debido a que esta mide la relación de la impedancia vista desde la ubicación de los
transformadores de instrumentación y la impedancia de la línea. Es así, que las fallas
de alta impedancia representan un problema para la conabilidad y por ende para la
validación de el esquema de protección se evaluarán variaciones de la impedancia de
la falla.
Variación de ángulo de incepción de la falla
La sensibilidad de un método de protección del sistema de potencia basado en el
transitorio electromagnético depende altamente del ángulo de incepción de la falla
(θf ) [10]. El cual, está denido como la diferencia entre el ángulo de la onda de voltaje
y el momento de ocurrencia de la falla. Teniendo en cuenta un sistema trifásico, el
voltaje de fase al momento de una falla monofásica será
(5.35) Vf (θf ) = V cos(θf + φ)
En este caso φ es el ángulo de cada fase φ = φA, φB y φC =
0◦,−120◦ y 120◦, y V es el voltaje Vf = VAf , VBf o VCf .
La falla con el menor transitorio electromagnético, mejor caso para el sistema de
potencia y el caso crítico de detección para la protección con base en el transitorio,
ocurre en un ángulo de incepción de la falla cercano al cruce por cero
(5.36) θf = 0
◦ − φ± n180◦ n = 1, 2, 3, ...
Ahora, una falla con el mayor transitorio ocurre
cuando φ = 90◦,−30◦ and 210◦, dependiendo si la falla es en la fase A, B o C
respectivamente.
(5.37) θf = 90
◦ − φ± n180◦ n = 1, 2, 3, ...
Para las fallas línea a línea y trifásicas el procedimiento es similar. En resumen, el
mejor caso para el sistema de potencia y el caso crítico para la detección de falla de la
metodología planteada, es justo cuándo el ángulo de incepción de la falla es cercano
a 90, -30 o 210 según la fase fallada. En fallas línea a línea también es crítico cuándo
hay cruce por cero del voltaje línea a línea, es decir, cuándo el voltaje de incepción es
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de 60◦ o −60◦, para una falla fase AB. En fallas trifásicas se dará cuándo el ángulo
de incepción de la falla en alguna de las líneas sea cero, sin embargo, este caso no es
tan crítico ya que el ángulo de incepción en las otras dos fases no es cercano a cero
[10].
Es por esto, que las variaciones del ángulo de incepción de falla serán un factor
determinante al momento de evaluar el rendimiento del algoritmo desarrollado.
Ubicación de la ocurrencia de falla en la línea
Esta prueba consiste en variar la distancia de falla para validar el funcionamiento
de la protección pues la falla puede ocurrir en cualquier lugar de la línea de
transmisión.
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5.2. Resultados de rendimiento de los esquemas de protección
Con el n de validar la operación de la metodología de protección con base en el transitorio
electromagnético (TBP, por sus siglas en inglés) y la protección de distancia (DP, por sus
siglas en inglés), se elijen más de 100 simulaciones en las regiones de operación críticas tanto
para relés basados en la fundamental como para relés basados en el transitorio, y a partir de
cada simulación se calcula el tiempo de despeje de la falla de cada metodología.
5.2.1. Prueba de variación del ángulo de incepción de falla. En primer lugar,
se realiza variación del ángulo de incepción de la falla de 0◦ que es el mejor caso, 45◦ que
representa un caso intermedio y 90◦ que representa el cruce por cero de la onda de voltaje y
por ende el caso con mayor dicultad para detección de fallas con metodologías basadas en el
transitorio, pues este es mínimo. Los resultados son presentados en la 5.1 y se observa que los
dos relés operan ante todas las fallas simuladas. En promedio, la metodología de protección
nueva presenta mejor rendimiento en términos de tiempo con respecto a la metodología
convencional.
Tabla 5.1. Tiempo de despeje de falla en mili-segundos con variación del
ángulo de incepción, 0Ω y 22km
Tipo de falla
Distancia Transitoria
0◦ 45◦ 90◦ 0◦ 45◦ 90◦
LG 12.92 mS 23.96 mS 23.75 mS 11.67 mS 13.96 mS 14.37 mS
LLG 11.67 mS 24.17 mS 22.08 mS 15.21 mS 13.33 mS 14.17 mS
LLLG 8.75 mS 16.46 mS 17.08 mS 15.42 mS 10.83 mS 11.87 mS
En la Figura 5.4 se presenta el resultado de las dos protecciones ante una falla monofásica
a tierra poco después de los 0.8 segundos de haber iniciado la simulación, con un ángulo de
incepción de falla de 90◦, una distancia de falla de 22 km y una resistencia de falla de 0Ω.
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Figura 5.4. Resultado de simulación con falla monofásica a tierra de
resistencia de falla 0Ω, ángulo de incepción de 90◦ y distancia de falla de
22 km. Línea punteada: Protección Distancia, Línea sólida: Protección basada
en el Transitorio
5.2.2. Prueba de variación de la distancia de falla. Se realiza variación de la
distancia de la falla desde 22 km correspondiente al mejor caso a simular para la detección
de falla en el relé y a la distancia más cercana al relé que se puede simular, el cual no puede
ser menor debido al modelo usado para la simulación en ATP que comprende el tiempo de
propagación de la onda en la línea. Se varía la distancia de falla a la mitad y nal de la
línea correspondiente a 60 y 98 km. Los resultados son presentados en la 5.2 y se observa
que los dos relés operan ante todas las fallas simuladas. En promedio, la metodología de
protección de distancia presenta mejor rendimiento en términos de tiempo con respecto a la
metodología nueva.
Tabla 5.2. Tiempo de despeje de falla en mili-segundos con variación de la
distancia de falla, 0◦ y 22km
Tipo de falla
Distancia Transitoria
22km 60km 98km 22km 60km 98km
LG 12.92 15.00 14.58 11.67 10.00 10.00
LLG 11.67 17.50 14.17 15.21 14.17 16.25
LLL 8.75 12.50 7.08 15.42 13.54 13.33
En la Figura 5.5 se presenta el resultado de las dos protecciones ante una falla bifásica a
tierra a los 0.8 segundos de haber iniciado la simulación, con un ángulo de incepción de
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falla de 0◦, una distancia de falla de 98 km y una resistencia de falla de 0Ω. Es importante
observar que con la distancia de falla incrementa el tiempo de detección de la metodología
con base en el transitorio por el viaje de la onda.























Figura 5.5. Resultado de simulación con falla monofásica a tierra de
resistencia de falla 0Ω, ángulo de incepción de 0◦ y distancia de falla de 98 km.
Línea punteada: Protección Distancia, Línea sólida: Protección basada en el
Transitorio
5.2.3. Prueba de variación de la resistencia de falla. Se realiza variación de la
resistencia de falla desde 0 Ω correspondiente al caso más fácil de detectar para la protección
de distancia, se incrementa la resistencia de falla a 25 Ω, 50 Ω y 100 Ω correspondiente a
una impedancia de falla considerablemente elevada y con alto grado de dicultad para la
detección. Los resultados son presentados en la 5.3 y se observa que la protección basada en
el transitorio opera en todos los casos, sin embargo, la protección de distancia no opera desde
los 25 Ω, lo cual, es debido al alcance resistivo ajustado de la protección de 62 Ω y el alto
efecto infeed que presenta la línea de transmisión por tener varias líneas con generadores
alrededor. En este caso claramente la metodología de protección basada en el transitorio
presenta mejor resultado.
En la Figura 5.6 se presenta el resultado de las dos protecciones ante una falla monofásica a
tierra ocurrida a los 0.8 segundos de haber iniciado la simulación, con un ángulo de incepción
de falla de 0◦, una distancia de falla de 22 km y una resistencia de falla de 25Ω. Es importante
observar que la protección de distancia no despeja la falla.
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Tabla 5.3. Tiempo de despeje de falla en mili-segundos con variación de la
resistencia de falla, 0◦, 22 km
Tipo de falla
Distancia Transitoria
0 Ω 25 Ω 50 Ω 100 Ω 0 Ω 25 Ω 50 Ω 100 Ω
LG 12.92 Inf Inf Inf 11.67 8.13 14.17 15.00
LLG 11.67 Inf Inf Inf 15.21 15.63 13.13 19.79
LLLG 8.75 Inf Inf Inf 15.42 11.88 10.63 17.08























Figura 5.6. Resultado de simulación con falla monofásica a tierra con un
ángulo de incepción de falla de 0◦, una distancia de falla de 22 km y una
resistencia de falla de 25Ω. Línea punteada: Protección Distancia, Línea sólida:
Protección basada en el Transitorio
5.2.4. Prueba de variación de la resistencia y ángulo de incidencia de falla.
Se realiza variación de la resistencia y el ángulo de incidencia de falla con una distancia
de falla media ja de 60 km. Los resultados son presentados en la 5.4 con todas las fallas
monofásicas, y se observa que la protección basada en el transitorio opera en todos los casos,
sin embargo, la protección de distancia no opera ante fallas ocurridas con alta resistencia de
falla. En este caso claramente la metodología de protección basada en el transitorio presenta
mejor resultado y se evidencia cómo la protección de distancia es altamente afectada por la
resistencia de falla y el efecto infeed.
En la Figura 5.7 se presenta el resultado de las dos protecciones ante una falla monofásica a
tierra ocurrida a los 0.8 segundos de haber iniciado la simulación, con un ángulo de incepción
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Tabla 5.4. Tiempo de despeje de falla en mili-segundos con variación de la
resistencia y el ángulo de incidencia de falla. Distancia de falla de 60km
Tipo de falla
Distancia Transitoria
0 Ω 25 Ω 50 Ω 100 Ω 0 Ω 25 Ω 50 Ω 100 Ω
0◦ 15.00 Inf Inf Inf 10.00 14.58 14.58 9.17
45◦ 21.25 Inf Inf Inf 14.38 12.08 14.17 12.08
90◦ 23.33 Inf Inf Inf 13.54 15.62 9.58 12.71
de falla de 90◦, una distancia de falla de 60 km y una resistencia de falla de 25Ω. Es importante
observar que la protección de distancia no despeja la falla.























Figura 5.7. Resultado de simulación con falla monofásica a tierra de
resistencia de falla 25Ω, ángulo de incepción de 90◦ y distancia de falla de
60 km. Línea punteada: Protección Distancia, Línea sólida: Protección basada
en el Transitorio
5.2.5. Prueba de variación de la resistencia y la distancia de falla. Se realiza
variación de la resistencia y distancia de falla con una ángulo de incidencia de falla jo en
una situación promedio de 45◦. Los resultados son presentados en la 5.5 con todas las fallas
monofásicas, y se observa que la protección basada en el transitorio opera en todos los casos,
sin embargo, la protección de distancia no opera ante fallas ocurridas con alta resistencia de
falla. En este caso claramente la metodología de protección basada en el transitorio presenta
mejor resultado y se evidencia cómo la protección de distancia es altamente afectada por la
resistencia de falla y el efecto infeed.
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Tabla 5.5. Tiempo de despeje de falla en mili-segundos con variación de la
resistencia de falla y distancia de falla. Ángulo de incidencia 45◦
Tipo de falla
Distancia Transitoria
0 Ω 25 Ω 50 Ω 100 Ω 0 Ω 25 Ω 50 Ω 100 Ω
22km 23.96 Inf Inf Inf 13.96 13.96 12.92 17.92
60km 21.25 Inf Inf Inf 14.38 13.33 14.79 13.54
98km 20.83 Inf Inf Inf 13.75 13.54 11.67 16.25
En la Figura 5.8 se presenta el resultado de las dos protecciones ante una falla monofásica a
tierra ocurrida a los 0.8 segundos de haber iniciado la simulación, con un ángulo de incepción
de falla de 45◦, una distancia de falla de 98 km y una resistencia de falla de 25Ω. Es importante
observar que la protección de distancia no despeja la falla.























Figura 5.8. Resultado de simulación con falla monofásica a tierra de
resistencia de falla 25Ω, ángulo de incepción de 90◦ y distancia de falla de
98 km. Línea punteada: Protección Distancia, Línea sólida: Protección basada
en el Transitorio
5.2.6. Prueba de variación del ángulo de incidencia y distancia de falla. Se
realiza variación del ángulo de incidencia y distancia de falla con una resistencia de falla ja
intermedia de 25Ω. Los resultados son presentados en la 5.6 con todas las fallas monofásicas,
y se observa que la protección basada en el transitorio opera en todos los casos, sin embargo,
la protección de distancia no opera en ninguno de los casos pues todos están afectados por
resistencia de falla y efecto infeed. En este caso claramente la metodología de protección
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basada en el transitorio presenta mejor resultado.
Tabla 5.6. Tiempo de despeje de falla en mili-segundos con variación del
ángulo de incidencia y distancia de falla. R = 25 Ω
Tipo de falla
Distancia Transitoria
0◦ 45◦ 90◦ 0◦ 45◦ 90◦
22km Inf Inf Inf 8.13 17.08 12.92
60km Inf Inf Inf 14.58 13.33 15.83
98km Inf Inf Inf 14.79 14.58 11.87
En la Figura 5.9 se presenta el resultado de las dos protecciones ante una falla monofásica a
tierra ocurrida a los 0.8 segundos de haber iniciado la simulación, con un ángulo de incepción
de falla de 90◦, una distancia de falla de 98 km y una resistencia de falla de 25Ω. Es importante
observar que la protección de distancia no despeja la falla.























Figura 5.9. Resultado de simulación con falla monofásica a tierra de
resistencia de falla 25Ω, ángulo de incepción de 90◦ y distancia de falla de





En esta tesis se presentó el desarrollo de una metodología de protección con base en el
transitorio electromagnético, la cual funciona con el estándar de comunicación IEC61850-
9-2 para recibir valores muestreados desde un sistema eléctrico de potencia e IEC61850-
8-1 para enviar mensajes GOOSE de apertura y cierre de interruptores en la subestación.
Esta metodología funciona en tiempo real y es capaz de detectar fallas desde tan solo 2ms,
que sumado al tiempo de comunicación tarda alrededor de 10mS para hacer el despeje.
Se encuentra que es posible implementar una metodología de protección con base en el
transitorio electromagnético y la Transformada Wavelet, con un mejor rendimiento que una
metodología convencional, en una subestación digitalizada bajo el estándar IEC61850 con
Transformadores de Instrumentación Ópticos, sin la necesidad de agregar características de
ancho de banda especiales.
Los Transformadores Ópticos de corriente y de voltaje, usados en la actualidad para
subestaciones digitales, no presentan saturación del núcleo como en un transformador
convencional. La señal de salida de estos dispositivos es análoga y digital con cumplimiento
del estándar IEC61850-9-2. Se encuentra que el ancho de banda de los transformadores
ópticos de corriente y de voltaje es de 20 kHz y 40 kHz, respectivamente, el cual es suciente
para implementar un algoritmo de protección que funcione con base en el transitorio,
sin embargo, dado que los IEDs de las subestaciones digitales están estandarizados con
IEC61850, y el envío de valores muestreados se ha estandarizado con la aplicación del
protocolo IEC61850-9-2LE, la limitación realmente se encuentra en las comunicaciones, pues
la frecuencia de muestreo estandarizada en el bus de proceso que se dene en la IEC61850
versión ligera es de 80 muestras por ciclo para funciones de protección y 256 muestras por
ciclo para funciones de monitoreo. En este caso por ser función protección, es de 80 muestras
por ciclo.
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Se propone una nueva metodología para obtener la Transformada Wavelet Discreta, la cual
está basada en el algoritmo piramidal recursivo presentado en [52]. Este presenta las ventajas
de ejecución en tiempo real, eciencia en el cálculo y elimina el efecto de borde agregando
muestras que han sido calculadas en una ventana previa, sin necesidad de cálculos adicionales.
Lo que permite que cada muestra que llega al algoritmo de protección genere una salida
correspondiente a algún nivel de descomposición Wavelet que inmediatamente es usado para
determinar si existe o no existe falla, lo que quiere decir que el algoritmo calcula una salida
en cada iteración y en teoría podría detectar una situación de falla en menos de 500uS.
Se valida el funcionamiento de la metodología de protección basada en la información
transitoria de la falla en comparación con respecto a una protección convencional de distancia
basada en la frecuencia fundamental. La comparación se establece ante variación de la
impedancia de falla, el ángulo de incidencia de la falla y la ubicación de la falla a lo largo de la
línea. El rendimiento de la metodología de protección con base en el transitorio fue de 100 %
de efectividad pues detectó todas las fallas simuladas, el rendimiento del relé de distancia
fue de 71 %, pues en 36 casos de 126 simulados, el algoritmo no fue capaz de detectar la
anomalía, justo cuando la resistencia de falla fue mayor a 25Ω.
Se encuentra que la metodología de protección basada en el Transitorio Electromagnético,
se hace más lenta cuando la falla se presenta en el extremo remoto. Sin embargo, en estos
casos los tiempos de despeje presentados son muy cercanos a la metodología basada en la
frecuencia fundamental.
Se valida el funcionamiento de cada uno de los relés implementados mediante Simulación
en Tiempo Real, lo cuál es un entorno muy cercano a la realidad porque este contempla el
riesgo de pérdida de paquetes y los tiempos de comunicación con el estándar IEC61850.
Se implementa un Simulador de Tiempo Real (RTS) basado en el software ATP/EMTP
[40]. El cual tiene la capacidad de realizar simulación y enviar una muestra de forma digital,
cada 208,3 micro − segundos, en una trama que cumple con el protocolo IEC61850-9-2
para ser decodicada en el IED de destino. Además, con el objetivo de que el RTS tenga
realimentación se desarrolla la recepción de GOOSE con el estándar IEC61850-8-1 y se
agrega esta funcionalidad al ATP/EMTP. Todo este desarrollo se realiza en el lenguaje de
programación C++ y presenta un rendimiento de tiempo real.
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Recomendaciones
Se recomienda implementar algoritmo de ubicación de falla en la metodología de protección
con base en el transitorio propuesta, ya que esto permitirá incrementar la selectividad del
relé.
Se recomienda que una línea de transmisión del sistema de potencia tenga una protección
basada en el transitorio en cada extremo, con un sistema de comunicación basado en mensajes
GOOSE que permita enviar la señal de detección de falla al relé del otro extremo. Si los
dos relés detectan falla con direccionalidad a la línea este dispara, lo que incrementará
considerablemente la selectividad y por ende la conabilidad en el uso de la metodología
planteada en este documento.
Se recomienda implementar un algoritmo de seguimiento de frecuencia cuándo se usa una
metodología basada en la frecuencia fundamental. Ya que cambios mínimos afectan los fasores
de corriente y voltaje obtenidos a partir de la DFT, lo que afecta la impedancia hallada y
por ende agrega error a la ubicación de falla.
Es importante que las pruebas de validación de los algoritmos sean realizadas en
computadores idénticos o en el mismo computador para evitar errores de comparación por
la diferencia en especicaciones técnicas de un procesador con respecto a otro.
Para agregar seguridad a la implementación de IEC61850, se recomienda usar enrutadores
y tarjetas de red diseñadas especialmente para este protocolo. Ya que otros enrutadores
genéricos podrían bloquear las señales digitales o permitir que lleguen señales externas
maliciosas que puedan ocasionar una apertura o cierre indeseado de un interruptor o una
caída de las comunicaciones.
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using namespace boost :: chrono;
using std:: complex;
std::complex <double > const J(0, 1);
double PI = acos(-1);
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typedef complex <double > d_complex;
typedef boost :: multi_array <d_complex , 2> array_2d_c;
typedef boost :: multi_array <int , 2> array_2d_int;
typedef boost :: multi_array <double , 2> array_2d_d;
typedef boost :: multi_array <double , 1> array_1d_d;
// typedef array_2d_int ::index index;




array_2d_c phasor , impedances;
public:
void init(int kmax , int num_phasors) {
time_stamps.resize(boost:: extents[kmax + 1][4])
;
phasor.resize(boost :: extents[kmax + 1][4 *
num_phasors + 1]);
impedances.resize(boost:: extents[kmax + 1][12])
;
std::cout << "allocation succesful " << kmax <<
"size: " << sizeof(time_stamps) << std::
endl;
};
void populate_ph(int pkg , double freq , std::complex <
double > V_ph[], std::complex <double > I_ph[], std::




phasor[pkg ][0] = freq;
phasor[pkg ][1] = V_ph [0];
phasor[pkg ][2] = V_ph [1];
phasor[pkg ][3] = V_ph [2];
phasor[pkg ][4] = I_ph [0];
phasor[pkg ][5] = I_ph [1];
phasor[pkg ][6] = I_ph [2];
phasor[pkg ][7] = V_seq [0];
phasor[pkg ][8] = V_seq [1];
phasor[pkg ][9] = V_seq [2];
phasor[pkg ][10] = I_seq [0];
phasor[pkg ][11] = I_seq [1];
phasor[pkg ][12] = I_seq [2];
};
void populate_Z(int pkg , std::complex <double >Zp2p[],
std::complex <double > Zp2g[], std::complex <double > Zg
[], std::complex <double > Z_seq [])
{
impedances[pkg ][0] = Zp2p [0];
impedances[pkg ][1] = Zp2p [1];
impedances[pkg ][2] = Zp2p [2];
impedances[pkg ][3] = Zp2g [0];
impedances[pkg ][4] = Zp2g [1];
impedances[pkg ][5] = Zp2g [2];
impedances[pkg ][6] = Zg[0];
impedances[pkg ][7] = Zg[1];
impedances[pkg ][8] = Zg[2];
impedances[pkg ][9] = Z_seq [0];
impedances[pkg ][10] = Z_seq [1];
impedances[pkg ][11] = Z_seq [2];
};
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//void save_data(char* name_file , std::complex <double
>** com_array ,int kmax , int nmax)
void save_data(char* name_file , array_2d_c com_array ,
int kmax , int nmax)
{
// kmax=number of rows





for (int i = 0; i<kmax; i++)
{
for (int j = 0; j<nmax; j++)
{
file << com_array[i][j









else { std::cout << "Unable to open file" <<
std::endl; }
};
//void save_data(char* name_file , std::complex <double
>** com_array ,int kmax , int nmax , int fmt)
void save_data(char* name_file , array_2d_c com_array ,







for (int i = 0; i<kmax; i++)
{
for (int j = 0; j<nmax; j++)
{
























else { std::cout << "Unable to open file" <<
std::endl; }
};
//void save_data(char* name_file , int ** int_array ,int
kmax , int nmax )
void save_data(char* name_file , array_2d_int int_array ,
int kmax , int nmax)
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{
// kmax=number of rows





for (int i = 0; i<kmax; i++)
{



















double re; // Real Part of Phasor
double im; // Imaginary Part of Phasor
std::complex <double > comp;
};
public:
enum Measure_type { Voltage , Current };




int Nsamples; // Number of samples of the power
frequency
char * Descriptor; // Descriptor of the Measurment




void init_phase () {
//X.meas = new double[Nsamples ];
memset(X.meas , 0, sizeof(X.meas));
//X.real = new double[Nsamples ];
memset(X.real , 0, sizeof(X.real));
//X.imag = new double[Nsamples ];





X.comp = 0. + J*0.;
}
void coeff_calculation () {
/*This function precalculates the cos and sin
coefficients to be used by the





for (int i = 0; i < Nsamples; i++)
{
c_cos[i] = cos(2 * PI / (double)
Nsamples*i);
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X.mag = sqrt(X.re*X.re + X.im*X.im);
X.angle = atan(X.im / X.re);
};
public:























for (int k = 0; k < Nsamples; k++)
{
X.real[k] = 2 / (double)Nsamples*X.meas
[k] * c_cos[k];
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X.imag[k] = 2 / (double)Nsamples*X.meas
[k] * c_sin[k];
X.re = X.re + X.real[k];
X.im = X.im + X.real[k];
}






memcpy (&X.meas[0], &X.meas[1], sizeof(double)*(
Nsamples - 1));
X.meas[Nsamples - 1] = Val;
};




tmp = div(k - 1, Nsamples);
X.re = X.re - X.real [0];
X.im = X.im - X.imag [0];
memcpy (&X.real[0], &X.real[1], sizeof(double)*(
Nsamples - 1));
memcpy (&X.imag[0], &X.imag[1], sizeof(double)*(
Nsamples - 1));
X.real[Nsamples - 1] = (2. / (double)Nsamples)*
X.meas[Nsamples - 1] * c_cos[tmp.rem];
X.imag[Nsamples - 1] = (2. / (double)Nsamples)*
X.meas[Nsamples - 1] * c_sin[tmp.rem];
X.re = X.re + X.real[Nsamples - 1];
X.im = X.im + X.imag[Nsamples - 1];
X.comp = X.re + J*X.im;
phasor ();
};






Z[0]: Zero sequence impedance
Z[1]: Positive sequence impedance







std::complex <double > Zp2p[3], Zp2g[3], Zg[3], Z_seq [3];
VI_measure Voltages [3];
VI_measure Currents [3];
std::complex <double > V_ph [3];
std::complex <double > I_ph [3];
std::complex <double > V_seq [3];





for (int i = 0; i < 3; i++)
{
Voltages[i].Type = VI_measure :: Voltage;
Currents[i].Type = VI_measure :: Current;
};
};
void set_samples(int Nsamp) {







void update_vector(double V[], double I[]) {
for (int i = 0; i < 3; i++)
{
Voltages[i]. update_messaure_val (( double
)V[i]);




void update_vector_ph(double V[], double I[], int
num_package) {
for (int i = 0; i < 3; i++)
{










void phasor_seq () {
a = (-0.5 + J*sin (2.*PI / 3.));
a2 = (-0.5 - J*sin (2.*PI / 3.));
V_seq [0] = (Voltages [0].X.comp + Voltages [1].X.
comp + Voltages [2].X.comp) / 3.;
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V_seq [1] = (Voltages [0].X.comp + a * Voltages
[1].X.comp + a2 * Voltages [2].X.comp) / 3.;
V_seq [2] = (Voltages [0].X.comp + a2 * Voltages
[1].X.comp + a * Voltages [2].X.comp) / 3.;
I_seq [0] = (Currents [0].X.comp + Currents [1].X.
comp + Currents [2].X.comp) / 3.;
I_seq [1] = (Currents [0].X.comp + a*Currents [1].
X.comp + a2*Currents [2].X.comp) / 3.;
I_seq [2] = (Currents [0].X.comp + a2*Currents




std::complex <double > Kn = (0.548173244 ,
-8.317152745);
std::complex <double > Loops [9];
Loops [0] = Voltages [0].X.comp/ Currents [0].X.
comp;
Loops [1] = Voltages [1].X.comp / Currents [1].X.
comp;
Loops [2] = Voltages [2].X.comp / Currents [2].X.
comp;
Loops [3] = (Voltages [0].X.comp - Voltages [1].X.
comp)/ (Currents [0].X.comp - Currents [1].X.
comp);
Loops [4] = (Voltages [1].X.comp - Voltages [2].X.
comp) / (Currents [1].X.comp - Currents [2].X.
comp);
Loops [5] = (Voltages [2].X.comp - Voltages [0].X.
comp) / (Currents [2].X.comp - Currents [0].X.
comp);
Loops [6] = Voltages [0].X.comp / (Currents [0].X.
comp + Currents [0].X.comp * Kn);
Loops [7] = Voltages [1].X.comp / (Currents [1].X.
comp + Currents [1].X.comp * Kn);
Loops [8] = Voltages [2].X.comp / (Currents [2].X.
comp + Currents [2].X.comp * Kn);
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double smallN = abs(Loops [0]);
for (unsigned int i = 1; i < 8; i++)
{
if (abs(Loops[i]) < smallN)
{
smallN = abs(Loops[i]);




void Z_calc () {
int x, y;
std::complex <double > I_n;
I_n = Currents [0].X.comp + Currents [1].X.comp +
Currents [2].X.comp;
std::complex <double > I_zero;
std::complex <double > I_alpha;
std::complex <double > I_beta;
//edmod
I_zero = (Currents [0].X.comp + Currents [1].X.
comp + Currents [2].X.comp) / (3. + J*0.);
I_alpha = (2. * Currents [0].X.comp + (-1.) *
Currents [1].X.comp + (-1.) * Currents [2].X.
comp) / (3. + J*0.);
I_beta = ((sqrt (3.)) * Currents [1].X.comp + (-
sqrt (3.)) * Currents [2].X.comp) / (3. + J
*0.);
//if (In <= 200)
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for (int i = 0; i < 3; i++)
{
/* Phase -Phase Fault*/
x = i;
y = i + 1;
if (y>2) y = 0;
Zp2p[i] = (Voltages[x].X.comp -
Voltages[y].X.comp) / (Currents[x].X
.comp - Currents[y].X.comp);
/* Phase -Ground Fault
Using the correction factor */
Zp2g[i] = (Voltages[x].X.comp) / (
Currents[x].X.comp + I_n);
/* Phase -Ground without correction
factor */


















rpa_relay :: rpa_relay ()
{
iter = 0;
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L = (sizeof(Daub4) / sizeof(Daub4 [0]));
// Filter coeficients are for reconstruction , so, you
have to reversing order to get
// Descomposition filter coefficients
for (unsigned int i = 0; i < L; i++)
w[i] = Daub4[L - 1 - i];
// w[i] is lowpass FIR filter coefficients.Highpass
// coefficients you get by reversing tap order and
multiplying by
// sequence -1... 1... -1... 1... ... Because these
are orthogonal wavelets ... the
for (unsigned int i = 0; i < L; i++)
{
if (i % 2 == 0)
h[i] = w[L - i - 1] * - 1.0;
else
h[i] = w[L - i - 1] * 1.0;
}
First_Time = false;







// J is the decomposition order
cout << "N is: " << N << " J is: " << J << " Filter 
length is: " << L << endl;
time = 0;
Ts = 1.0 / (F * SPC);
// CreateDirectory ("DATA", NULL);
cout << "Initialization" << endl;
}
void rpa_relay :: relay_WT(double V[], double I[], int
num_package)
{
for (unsigned int n = 0; n < 3; n++)
{
W_v[n][0][ count] = V[n];
W_i[n][0][ count] = I[n];
}
// If First Window Time have passed and it is
the first sample
if ((count == 1) && (First_Time))
{
// Increase count and call W(0,count) =
W(0, L - SW + count);
for (count = 1; count <= SW; count ++)
{
for (unsigned int n = 0; n < 3;
n++)
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{
W_v[n][0][ count] = W_v[
n][0][N + count ];
W_i[n][0][ count] = W_i[
n][0][N + count ];
H_v[n][0][ count] = H_v[
n][0][N + count ];
H_i[n][0][ count] = H_i[




for (unsigned int n = 0; n < 3; n++)
{
W_v[n][0][ count] = V[n];






for (unsigned int n = 0; n < 3; n++)
{
W_v[n][0][ count] = V[n];













void rpa_relay ::rdwts(unsigned int ii, unsigned int jj)
{
if (ii % 2 != 0)
{
unsigned int k = (ii + 1) / 2;
for (unsigned int n = 0; n < 3; n++)
{
W_v[n][jj][k] = W_v[n][jj][(N / (2 * jj
)) + k];
H_v[n][jj][k] = H_v[n][jj][(N / (2 * jj
)) + k];
W_i[n][jj][k] = W_i[n][jj][(N / (2 * jj
)) + k];





rdwts(ii / 2, jj + 1);
}
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void rpa_relay ::rdwt(unsigned int ii, unsigned int jj)
{
if (ii % 2 != 0)
{
unsigned int k = (ii + 1) / 2;
for (unsigned int n = 0; n < 3; n++)
{
sumL_v[n] = 0; sumH_v[n] = 0;
sumL_i[n] = 0; sumH_i[n] = 0;
}
//check if it is 2*k or I
for (unsigned int m = 0; m <= (L - 1); m++)
{
for (unsigned int n = 0; n < 3; n++)
{
sumL_v[n] = sumL_v[n] + W_v[n][
jj - 1][ii - m] * w[m];
sumH_v[n] = sumH_v[n] + W_v[n][
jj - 1][ii - m] * h[m];
sumL_i[n] = sumL_i[n] + W_i[n][
jj - 1][ii - m] * w[m];
sumH_i[n] = sumH_i[n] + W_i[n][
jj - 1][ii - m] * h[m];
}
}








if (jj == 1)
{








if (iter == 0)
{
for (unsigned int n =








for (unsigned int n =
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if (Thd <= diff [0])
Thd = diff [0];












Det[iter] = (D[0][ iter] || D
[1][ iter] || D[2][ iter]);






double A0, A1, B1, C1;
A0 = IHL [0][ iter] + IHL [1][ iter
] + IHL [2][ iter];
A1 = IHL [0][ iter] - 2 * IHL [1][
iter] + IHL [2][ iter];
B1 = IHL [1][ iter] - 2 * IHL [2][
iter] + IHL [0][ iter];
C1 = IHL [2][ iter] - 2 * IHL [0][
iter] + IHL [1][ iter];
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Av = Av + (C1 * C1);
Bv = Bv + (A1 * A1);
Cv = Cv + (B1 * B1);
Gv = Gv + (A0 * A0);
if ((FD == 1) && (FDcount < (
Ftime * SPC * F) / 2000))
{
for (unsigned int n =





Dir_info = Dir_info +
HFP [0] + HFP [1] +
HFP [2];
for (unsigned
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else if ((FD == 1) && (FDcount
>= (Ftime * SPC * F) / 2000)
)
{
if (Dir_info < 0)
{
Dir_y = 1;
Ad = Av * P
[0][( Ftime *
SPC * F) /
2000 - 1];
Bd = Bv * P
[1][( Ftime *
SPC * F) /
2000 - 1];
Cd = Cv * P
[2][( Ftime *
SPC * F) /
2000 - 1];
Tha = (Ad + Bd
+ Cd) / 3;
if ((Av > Thf)
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if ((Bv > Thf)







if ((Cv > Thf)



























rdwt(ii / 2, jj + 1);
}
void rpa_relay :: setInput(double input [3], unsigned int counter)
{
xin [0][ counter] = input [0];
xin [1][ counter] = input [1];
xin [2][ counter] = input [2];
}
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