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El presente documento tiene su razón de ser en: presentar una solución de voz IP, 
basada en el diseño de una propuesta de prototipo IP-PBX trabajando sobre el software 
open source Elastix. El diseño del prototipo propone una solución de voz IP para el 
Centro de Formación Continua San Bartolo, además la integración de este con el 
CUCM Cisco Unified Comunications Manager implementado y existente en la 
Universidad Politécnica Salesiana. Mediante la toma de datos sobre: las topologías, 
enlaces arrendados, equipos de red en funcionamiento, direccionamiento, servicios 
implementados, aplicaciones, etc.; se describe la situación actual de las 
infraestructuras de red tanto de la Universidad Politécnica Salesiana como del Centro 
de Formación Continua San Bartolo, la propuesta de solución presentada en el 
documento contempla desde la configuración del servidor Elastix, hasta el monitoreo 
de tráfico circulante por medio de los softwares Netflow Analyzer y Wireshark. A 
través de la configuración de sesiones interactivas de troncales SIP se procede a 
integrar los dos extremos; en general procesos que dan cuenta del desarrollo de una 
solución funcional. Las configuraciones e instalaciones más relevantes presentadas en 
el documento son: del servidor de voz IP Elastix, los equipos activos de red, la 
instalación de programas y servidores adicionales. La voz IP, lleva consigo estándares, 
que garantizan su calidad, rendimiento y funcionalidad, además permiten llevar la 
solución propuesta, al grado de viable, por ejemplo, la norma ITU-T G.114 establece 







This document has its reason for being, in presenting an IP voice solution, based on 
the design of an IP-PBX prototype proposal working over the Elastix open source 
software. The design privides a solution to IP communication requirement of Centro 
de Formación Continua San Bartolo, and its integration with the CUCM Cisco Unified 
Communications Manager implemented and existing at the Universidad Politécnica 
Salesiana. By taking data about: topologies, leased links, network equipment in 
operation, addressing, implemented services, applications, etc, the current situation of 
the infrastructures of Universidad Politécnica Salesiana and Centro de Formación 
Continua San Bartolo is described, the proposed solution presented in the document 
includes since the configurations of Elastix server, up to the monitoring of circulating 
traffic through the Netflow Analyzer and Wireshark softwares. Through the 
configuration of interactive sessions of SIP trunks, the two extremes are integrated; in 
general processes that account for the development of a functional solution. The most 
relevant configurations and installations presented in the document are: the Elastix IP 
voice server, the equipment used in touting and switching, the installation of additional 
programs and servers. The IP voice carries with it standard that guarantees its quality, 
performance and functionality, in addition these lead to the proposed solution, to the 
degree of feasibility for example, the ITU-T G.114 standard establishes a latency for 






La voz IP es un recurso de comunicación muy usado dentro de las empresas, 
instituciones públicas y privadas, incluyendo también a las redes universitarias, cuyo 
funcionamiento percibido desde la perspectiva del usuario, no es tan lejana, a la 
experimentada con el servicio provisto por una red telefónica pública conmutada 
PSTN, llamada telefonía convencional, normalmente.  
Garantizar que los procesos transparentes para el usuario, llevados a cabo dentro de 
una simple llamada, sean totalmente funcionales dentro de un marco de estándares 
acorde a este tipo de tráfico de red, es la razón que motiva a la realización de este 
proyecto de titulación.  
Empezando a hablar dentro del mundo del IP protocolo de internet, el servicio IP-
PBX, es aquel cuyo objetivo primordial es la comunicación IP de los usuarios dentro 
de un escenario de red local LAN Local Area Network o Internet. Los servidores que 
proveen IP-PBX disponibles en el mercado, en su gran mayoría contemplan pagos por 
licenciamientos de servidores y teléfonos; estos pagos son de costos muy elevados y 
por tanto se tornan a estas soluciones poco asequibles. La alternativa a este problema 
se presenta en la utilización de Elastix, que además de ser open source, presenta una 
interfaz gráfica muy intuitiva, desde la cual se maneja, monitora y configura el servicio 
de voz. Además del servicio de voz IP, Elastix es capaz de crear el ambiente apropiado 
para la integración con CUCM de Cisco. La integración de las dos soluciones empieza 
con la configuración de troncales SIP en los dos extremos de la red; el primer extremo 
correspondiente a la solución CUCM perteneciente a la Universidad Politécnica 
Salesiana, el otro extremo es la solución provista por Elastix y su servicio IP-PBX.   
Hoy en día, las empresas ya no solo buscan soluciones telefónicas (PBX). Están 
buscando soluciones integrales, completas y "listas para usar" que les permitan ser lo 
más productivas posible; quieren mantener a sus compañeros de trabajo conectados, 
accesibles y disponibles en todo momento. (Barajas, 2015). Elastix por medio de 
softphones que pueden ser instalados en ordenadores personales o celulares permite 
que el servicio de voz IP sea accesible; X-Lite, por citar a uno de los más famosos, 
posee una interfaz muy sencilla y manejable que permite al usuario realizar llamadas 
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como si se tratara de un teléfono físico, claro por supuesto acompañado de un par de 
manos libres.   
En la red telefónica, todo el tiempo, no existe la misma cantidad de usuarios solicitando 
el servicio de comunicación, existen momentos con bajo consumo de recursos por 
parte de los usuarios, y otros con alto consumo, por lo que escenarios donde la red 
colapse o exista el bloqueo de servicios, no son lejanos a la realidad. Como respuesta 
a lo antes planteado, el diseño de prototipo contempla la inclusión de un pack de 
protocolos denominado NBAR (Network Bases Application Recognition), el mismo 
que es configurado e instalado en un router físico de la marca Cisco, con el objetivo 
de reconocer el tráfico circulante mediante un etiquetado propio de cada tipo de tráfico; 
este tipo de solución posibilita un trato diferencial a los paquetes que transportan la 





1.1 Planteamiento del problema  
El Centro de Formación Continua San Bartolo es un predio adquirido por la red 
universitaria de la Universidad Politécnica Salesiana, que cuenta con infraestructura 
civil, pero carece de otras como una infraestructura como el de red, esto crea un 
escenario de muchos requerimientos, de los cuales se pretende dar solución a uno; el 
servicio de voz IP.        
La Universidad Politécnica Salesiana tiene una de las soluciones de voz IP de paga 
propiedad de Cisco; se trata del CUCM Cisco Unified Comunications, el cual provoca 
un impacto económico, en la organización.  
Visto desde la perspectiva económica empresarial y al comparar las pequeñas 
sucursales de una empresa o pequeñas empresas individuales PyMES, con la futura 
sede Centro de formación Continua, la conclusión es que, no  cuentan con recursos 
suficientes para licenciar el software y los dispositivos, por lo que, no contemplarían 
dentro de sus planes usar la solución CUCM; por ello, se plantea el uso de soluciones 
open source como Elastix, que es de software libre y al igual que CUCM, se trata de 
un servidor, que provee el servicio de voz IP y un conjunto de comunicaciones 
unificadas, por supuesto previo las respectivas configuraciones.     
1.2 Justificación del proyecto  
La Universidad Politécnica Salesiana al igual que muchas organizaciones y como se 
mencionó antes solventa su necesidad de comunicación IP, con una solución de paga, 
provista por Cisco, de ahí que futuras sedes por más pequeñas o alejadas que estén, 
deben contar con soluciones de voz IP. La comunicación entre las soluciones 
establecidas y las proyectadas deben permitir la integración funcional y total para 
proporcionar los servicios de comunicación. 
El desafío de implementar soluciones IP-PBX basadas en software libre es: la inclusión 
de todos los requerimientos y aspectos mínimos, entre los cuales caben destacar la 
disponibilidad, la calidad del servicio y la factibilidad, los cuales deben existir en una 
red de telefonía IP. También estos desafíos convierten a los diseños de voz IP, en una 
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de las soluciones que mayor importancia tienen dentro de los servicios que poseen las 
organizaciones; por lo antes mencionado nace el interés por desarrollar el presente 
proyecto de titulación. 
La voz sobre IP se trata de un tipo de tráfico multimedia muy sensible, cambios bruscos 
en las variaciones del jitter o incrementos de tiempo en latencia, provocan una mala 
experiencia en la comunicación, por ello dentro del desarrollo de este proyecto de 
titulación, se contempla que estos parámetros este dentro de los estándares para VoIP. 
1.3 Objetivos 
1.3.1 Objetivo general 
Diseñar un prototipo de IP-PBX en software libre para la UPS-Centro de Formación 
Continua para que se integre con la Universidad Politécnica Salesiana y su IP-PBX 
existente, el cual está basado en el CUCM de CISCO. 
1.3.2 Objetivos específicos  
- Definir la línea base de la red existente en la Universidad Politécnica Salesiana 
y en el Centro de Formación Continua para que se determine el estado actual 
de la red.  
- Diseñar la red de voz sobre IP para que se determine los equipos y enlaces 
necesarios en función del tráfico de la red para la integración del prototipo IP-
PBX.  
- Implementar el prototipo de diseño IP-PBX para que se compruebe si los 
parámetros como latencia, Jitter, ancho de banda y paquetes perdidos están 
acorde a estándares de soluciones de redes con voz IP.   
- Estimar los costos a ser empleados en la solución IP-PBX Centro de Formación 
Continua San Bartolo para que se conozca el ahorro con respecto a una 







2.1 Generalidades de VoIP 
Dentro de Internet la revolución alcanzada en los últimos años ha permitido que 
relativamente nuevas tecnologías tengan gran atención y acogida, dentro de entornos 
como el empresarial, industrial y educativo. La voz IP, también conocida como VoIP 
por sus siglas, es una de las tecnologías que desde su aparición allá por los años 90s, 
ha alcanzado muchas áreas durante su desarrollo.  
Voz IP usa las redes LAN o WAN para comunicar usuarios. La comunican dos 
usuarios dentro de IP se realiza mediante la conmutación de paquetes. La información 
de la voz humana contenida dentro de un bloque de información denominado paquete, 
es usado por IP para comunicar un determinado usuario que quiere comunicarse con 
otro, dentro de una red de datos. La voz sobre IP transforma la voz humana de lo 
análogo a lo digital, mediante procesos de muestreo, cuantificación y codificación; una 
vez que la información está representada en una forma entendible para los 
procesadores digitales, es colocada en bloques de información que viajan de 
dispositivo en dispositivo hasta alcanzar su destino, por supuesto sin dejar de lado que 
los procesos siguen el esquema del modelo OSI TCP/IP.   (Huidobro & David)   
En la actualidad los servicios de voz IP, se encuentran dentro de un marco de 
comunicaciones unificadas, ya que no sólo contemplan el transporte de la voz humana, 
también se han ido agregando algunos de los servicios citados a continuación: 
- Marcaje rápido. 
- Registro de llamadas. 
- Reconocimiento de llamadas entrantes. 








2.2 Elementos de una red de VoIP 
Las soluciones de VoIP, al igual que en una infraestructura de red convencional no 
deja de lado, equipos como gateways, switchs, firewalls, etc., a los que añaden equipos 
propios, estos se pueden apreciar en la siguiente Figura 2.1: 
Figura 2.1. Red para voz IP. 
 
Elaborado por: Rony Chuquín. 
Es notoria la presencia de un elemento llamado Central Telefónica PBX instalado en 
una de las sedes, este equipo está encargado de encaminar los paquetes utilizados para 
el servicio de llamadas IP dentro de la institución, trabaja sin la intervención del ISP y 
su red pública de conmutación. El control de incoming y outgoing calls puede ser 
realizada por software.    
En la Figura 2.1, es apreciable un Gateway VoIP a manera de nube, en cada una de las 
sedes que forman la red de comunicación. El equipo en mención está encargado de 
brindar un puerto para conectar la red privada a la red del ISP, además es el equipo 
inteligente que lleva sobre si, la conmutación de paquetes pertenecientes al tráfico de 
voz circulante en la red.     
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Dentro de una red de telefonía IP uno de los dispositivos imprescindibles es por 
supuesto el teléfono IP, se trata de un terminal físico que brinda la interfaz con la que 
el usuario puede acceder al servicio de voz IP, además es el encargado de convertir la 
voz en una señal eléctrica; este dispositivo trabaja sobre el protocolo de internet IP, y 
tiene varias ventajas sobre los teléfonos analógicos, entre las cuales están el bajo o 
nulo costo para realizar llamadas telefónicas, además de agrupar una variedad de 
servicios y funciones, propias de servicios de comunicaciones unificadas. (Estados 
Unidos Patente nº US 8,879,819 B2, 2014)   
2.3 PBX  
Los PBX se gobiernan desde una unidad de control mediante ordenadores o servidores 
que ejecutan un programa almacenado (software), que al ser configurable permite 
ofrecer a las líneas múltiples facilidades y servicios. Entre los múltiples servicios que 
proveen están: los procesamientos de llamadas, estadísticas y análisis, mantenimiento 
y pruebas tanto del hardware como del software y permite modificar e introducir las 
interfaces hombre/máquina (Campanario, 2012) 
2.4 Elastix 
Elastix ofrece un módulo de central de llamadas con marcador predictivo incluido. 
Con este módulo se efectúan los servicios asociados a un proyecto de centro de 
atención de llamadas, y puede operar tanto campañas de llamadas como entrantes. 
(Campanario, 2012)  
2.5 CUCM 
CUCM forma parte de una solución de voz sobre IP provista por Cisco denominada 
UC Unified Communications. UC es un sistema de comunicaciones que trabaja sobre 
IP y que integra algunos productos como CUCM Cisco Unified Communications 
Manager, CUCME Cisco Unified Communications Manager Express, CME Call 
Manager Express, etc. 
CUCM pertenece a la sección de servicios que realizan el control de llamadas, esta 
solución perteneciente a Cisco es la encargada de proporcionar las siguientes 
funcionalidades: control, procesamiento, servicio de directorio, administración de las 




Figura 2.2.  Componentes de una solución UC Unified Communications. 
 
Fuente: Representación por capas de los diferentes componentes que están presentes en una solución 
UC de Cisco. (Finke & Hartmann, 2012) 
2.6  Protocolo de transporte RTP 
RTP Real-Time Transport Protocol, definido en la RFC 3550 es un protocolo usado 
para el transporte de datos en tiempo real, como audio y video. Registra dos aspectos 
importantes, el primero es el número de secuencia para dar un orden a la entrega, y 
segundo una marca de tiempo para el control de la reproducción, cabe decir que no 
provee mecanismos para garantizar la entrega, es decir no es orientado a la conexión.   
Los paquetes RTP, en dos grandes bloques, encontramos la cabecera que contiene la 
información necesaria para reconstruir el flujo de bits generado por el códec del emisor 
y, por otro, la carga útil, es decir el propio flujo de bits. (Maguire, 2016) 
2.7  Protocolo SIP y TRUNK 
SIP Session Initiation Protocol es uno de los protocolos más importantes y adoptados 
en telefonía IP. Se trata de un protocolo de señalización, que permite la 
implementación de las características del servicio en base a un funcionamiento de 
solicitudes y respuestas, como el establecimiento, modificación y terminación de 
sesiones multimedia avanzadas. 
7 
 
El descubrimiento y la ubicación de dispositivos también es una de las funcionalidades 
de SIP, por eso también se los conoce como rendezvous protocol. SIP implica tanto 
una sintaxis para crear unidades de datos UDP válidas, como la creación de 
mecanismos de control de los hosts involucrados en las sesiones multimedia. (Abdul, 
y otros, 2012)       
2.8  Generalidades de Ingeniería de tráfico  
Hablando de manera generalizada sobre las redes de conmutación, se tienen líneas 
tanto de entradas como de salidas dentro de los sistemas, si represamos el grupo de 
líneas de entradas como las pertenecientes a enlaces, líneas de abonado a un ISP, y las 
líneas de salidas como un grupo cuya tarea es la retransmisión y recepción de la 
demanda de comunicaciones. Así pues, a un grupo de outgoing que tiene diferentes 
líneas en uso, comparadas con las líneas de incoming, que son generalmente pocas en 
comparación (Robalino, 2012).  
Ya entendida la analogía anterior, se procede a dar un concepto de Ingeniería de 
Tráfico, como se mostró con anterioridad, no se trata más que del aprovechamiento de 
recursos físicos ante una gran cantidad de flujos de tráfico, de manera que haya un 
balance y provisionamiento acorde a la infraestructura. Entendiendo, así pues, que la 
prioridad es que no existan los tan temidos bottlenecks, y por otra parte también que 
no se desaprovechen los recursos disponibles, para obtener sistemas eficientes de 
espera (Robalino, 2012) .      
La ingeniería de tráfico está estrechamente relacionada con el ponderamiento y ajuste 
correcto de enlaces, al tráfico IP que se espera circule en el mismo. EL ancho de banda 
entra en juego cuando se habla de enlaces; los ISP la suscripción del abonado a un 
recurso limitado, son conocidos de manera general E1 y T1. La intensidad del tráfico 
y el grado de servicio darán cuenta al dimensionamiento de las trocales para que estas 
no se congestionen con el tráfico IP.   
2.9  Códecs de audio 
Dadas las tecnologías actuales sería impensable que sistemas por donde circula tráfico 
de voz y video en tiempo real fueran analógicos y peor aún que estos nos dieran la 
experiencia que el usuario exige; dado esto las tecnologías manejan conversiones 
analógico/digital. Cuando un usuario realiza una llamada IP, dentro de los procesos 
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llevados a cabo y transparentes para el usuario, está la conversión de la voz de lo 
analógico a lo digital.  
La mayor parte de los procesos de conversión de analógico a digital y de digital a 
analógico son manejados por un códec o codificador-decodificador. Los códecs 
utilizados hoy en día están estandarizados en las recomendaciones ITU-T. El trabajo 
desarrollado sobre los diferentes códecs existentes ha centrado esfuerzos en reducir la 
cantidad de ancho de banda consumido por el flujo de tráfico mediante el uso de una 
mejor compresión (Szigeti Tim, Hattingh Christina, Barton Robert, & Kenneth., 
2014). 
Los códecs empleados influencian de forma directa el ancho de banda requerido para 
transportar el tráfico requerido.  
Tabla 2.1. Ancho de Banda Voz IP tomando en cuenta la carga de capa 2. 
 
Fuente: Tabla de referencia de proporcionada por Cisco, 2013. 
2.10 QoS  
Los modelos manejados dentro de las rede IP han ido incrementando sus capacidades 
en cuanto a los servicios que son capaces de transportar y manejar; de esta manera se 
ha pasado de modelos Best Effort a modelos donde la calidad de servicio o QoS por 
sus siglas en inglés, es una herramienta que provee seguridad (CISCO, 2019).  
La calidad de servicio está orientada a  modelos de servicios integrados y el modelo 
de servicios diferenciados, dependiendo de las necesidades del cliente; el modelo de 
servicios diferenciados; de esta manera se ha definido con el transcurso del tiempo 
funciones como: el marcaje de paquetes, códigos de servicios diferenciados DSCP, y 
se definieron comportamientos específicos por salto PHB (disminuye la probabilidad 
de descarte), para los diferentes tipos de tráfico clave (CISCO, 2019) 
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Los escenarios comunes presentes en las redes de computadoras comúnmente 
presentan a diferentes usuarios, grupos de usuarios, departamentos, o incluso sedes 
completas de una empresa compitiendo entre sí por los recursos limitados, por lo cual 
redes sin QoS o definidas como redes de mejor esfuerzo o Best Efford no funciones 
bien y no solo por la falta de suficiente ancho debanda en el enlace, también se ven 
afectadas por las limitaciones técnicas de los equipos como memorias, CPU, buffers, 
etc.      
2.11 Ventajas y desventajas de Elastix frente a CUCM  
La siguiente tabla comparativa muestra las ventajas de y desventajas de Elastix frente 
a CUCM de Cisco 
Tabla 2.2. Ventajas y desventajas de Elastix frente a CUCM. 
 
Descripción de las ventajas y desventajas de Elastix. Elaborado por Rony Chuquín. 
2.12 Marcaje del tráfico circulante NBAR 
Network Based Application Recognition, por sus siglas en NBAR, es un sofisticado 
clasificador de tráfico desarrollado como una herramienta de Cisco, este es capaz de 
reconocer paquetes en una combinación compleja de campos y atributos. NBAR 
realiza una inspección profunda de los paquetes y los clasifica de acuerdo con las 
clases y políticas implementadas. 
NBAR trabaja bajo procesos de mapeo e inspecciones de paquetes, tiene mecanismos 
de marcaje y reconocimiento de tráfico que trabaja no solo con protocolos IP, también 
soporta marcaje y reconocimiento de códecs; lo que le da mayor posibilidad y alcance, 
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que otras técnicas, por decir un ejemplo, se puede dar prioridad a las llamadas que 
trabajen con el códec G.711.  
El protocolo de descubrimiento NBAR descubre cualquier protocolo de tráfico 
compatible, este reúne las estadísticas en tiempo real asociadas con el protocolo 
monitoreado, entre las estadísticas mostradas están:  
- Número total de bytes y paquetes de entrada. 
- Número total de bytes y paquetes de salida. 
- Tasas de bits de entrada. 
- Tasas de bits de salida. 
Estas estadísticas ayudan a establecer y mejorar las clases y políticas implementadas 
en la red para mejorar la QoS (Tiso, 2011). 
2.13 Software de monitoreo Netflow  
Se trata de un colector de tráfico IP que trabaja de la mano de varios protocolos como 
SNMP e IP. Netflow es una de las herramientas desarrolladas por Cisco para 
monitorear redes a un nivel muy detallado.  
Netflow y NBAR trabajan juntos para proveer a los administradores de red, no solo la 
posibilidad de comprender como están siendo usado el ancho de banda, también previo 
un análisis del tráfico, brinda la posibilidad de elegir la prioridad que debe tener el 
tráfico considerado crítico sobre los otros datos circulantes.  
2.14 Software para captura de datos WIRESHARK 
Es un poderoso capturador de datos circulantes basado en licencia GPL open source. 
Los datos capturados se interpretan y presentan en forma de paquetes individuales para 
su análisis, todo mediante la interfaz gráfica que presenta Wireshark.  
Wireshark primero captura los datos de una interfaz de red y luego divide la captura 
en segmentos y paquetes para así limitar donde comienzan y terminan; luego 
Wireshark presenta los datos con la siguiente información: los protocolos, el 





LÍNEA BASE DEL PBX DEL CUCM EXISTENTE EN LA UNIVERSIDAD 
POLITÉCNICA SALESIANA 
3.1  Descripción general 
La Universidad Politécnica Salesiana consta de tres sedes ubicadas en Quito, 
Guayaquil y Cuenca, para una posible implementación del proyecto se propone enlazar 
la sede Quito, con el Centro de formación Continua a través de líneas arrendadas el 
ISP. La sede sur está conformada por tres campus ubicados en los sectores Kennedy, 
Girón y Sur. La sede Quito se basa en un sistema de telefonía IP en un Cisco Unified 
Communications Manager “CUCM”. 
El otro extremo de la red que será caso de estudio en los puntos subsecuentes, es el 
Centro de Formación Continua ubicado en San Bartolo. El Centro de Formación no 
cuenta con un servidor de telefonía IP por lo que se concibe la vialidad en el 
establecimiento de un servidor de telefonía libre basado en IP Elastix y CUCM (Cisco 
Unified Communications Manager). 
3.2 Arquitectura de red existente en la Universidad Politécnica Salesiana sede 
Quito 
Para que los campus de la Kennedy, Sur y Cayambe logren asentir al CUCM deben 
hacerlo por intermedio de enlaces de datos los cuales interconectan los tres campus de 
la sede Quito, inclusive las sedes de Cuenca y Guayaquil como se muestra en la Figura 
3.1.  
La red telefónica pública conmutada (PSTN, Public Switched Telephone Network) es 
utilizada para comunicaciones de voz en tiempo real, promete a los diferentes usuarios 
una banda base de 4 KHz e incluye la eliminación de interferencias por ejemplo el de 
la red pública eléctrica. Otra de las características más importantes es la capacidad que 
tiene para interconectarse con las redes móviles. (Jácome, 2014) 
Se especifica en la Figura 3.1 dos enlaces E1, siendo estos los formatos de transmisión 
digital que lleva datos con una tasa de 2.048 millones de bits por segundo que cuenta 
con 32 canales de 64 Kbps cada uno (Valdivieso, 2014), esto significa que son 
troncales telefónicas, las cuales admiten manipular hasta 30 llamadas simultáneamente 
de voz por medio de un solo acceso de red, una de las empresas que provee de estas 
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troncales es CNT a precios bajos, por ser un proveer de propiedad estatal y compararse 
con proveedores privados como MOVISTAR, con una calidad buena y amplia 
cobertura. (CNT, 2019) 
Figura 3.1. Sistema de telefonía IP de la UPS sede Quito. 
 
Fuente: Gráfica proporcionada por el departamento de sistemas de la UPSQ campus El Girón, 2019 
En la Figura 3.2 se detalla la infraestructura del Cluster Call Manager de la sede Quito 
y de la Sede Cuenca. 
Figura 3.2 Cluster Call Manager version 6.0. 
 
Fuente: Gráfica proporcionada por el departamento de sistemas de la UPSQ campus El Girón, 2018 
3.3 Interconexión de campus de la UPS sede Quito 
En la actualidad los campus tanto del Girón, Sur y Kennedy de la Universidad 
Politécnica Salesiana sede Quito se hallan interconectados entres si, tiene proveedores 
de enlaces de datos tales como empresas grandes en el Ecuador de telecomunicaciones, 
como es Telconet y CNT. El campus El Girón es el administrador de las redes de los 
restantes campus como son el del Sur, Cayambe y Kennedy, ofreciendo así una 
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conexión segura y disponible en todo momento, ya que se tiene enlaces de 
contingencia. 
Figura 3.3 Conexión interna de los campus de la Universidad Politécnica Salesiana a Nivel Nacional. 
 
Fuente: Gráfica entregada por el departamento de sistemas de la UPSQ campus El Girón. 2018 
3.4 Descripción de la red del Centro de Formación Continua 
En la Figura 3.4 se puede observar la Topología del Centro de Formación Continua, 
es la red con la que se basará el presente prototipo del proyecto para la integración del 
CUCM de la Universidad Politécnica Salesiana con el PBX Elastix Software Libre, 
hay que recalcar que Elastix estará configurado en el Centro de Formación Continua. 
Se muestra las diferentes conexiones y distribuciones de los equipos, se tiene 
dispositivos tanto de capa 2 y capa 3, se define un ancho de banda para la parte de 
VoIP de 0.1 Mbps.  
Se tiene considerado el beneficio para personal docente, administrativo y alumnos, con 
284 equipos de computación, distribuidos de diferente forma, por ejemplo: Los 
profesores y el personal administrativo tiene designado 110 equipos de cómputo y para 
los alumnos 174, además considerando una cantidad de 200 hosts como visitantes.  
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Figura 3.4 Topología Lógica del Centro de Formación Continua. 
 
Fuente: Imagen proporcionada por los Estudiantes Álvarez L y Suarez K, 2019 
A continuación, se detalla en la tabla 3 los diferentes direccionamientos IPv4 del 
Centro de Formación Continua:  
Tabla 3. 1. Modelo de Direccionamiento IPv4 en el Centro de Formación Continua. 
 
Elaborado por: Chuquín Ronny, Álvarez Luis y Suárez Karen. 
Con este direccionamiento se asegura un total de 4350 host que pueden ser 
configurados, se tomó en cuenta que el escenario presentado en la tabla 3 va a crecer, 
por esta razón es un sistema escalable. Crecimiento de 50% inter-anual = 484 * 50 % 
= 242, total disponibles actual = 4350 - 484 = 3866, años = 3866/242= 15 años. 
En la Figura 3.5 se detalla la topología física de la red del Centro de Formación 
Continua, se puede ver cómo están distribuidos los equipos de cada área como: 
TESPA, Auditorio, Planta alta y Planta baja. 
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Figura 3.5 Simulación de conectividad de la red en el Centro de Formación Continua. 
 
Elaborado por: Chuquín Rony, 2019 
Los equipos de VoIP para la central telefónica de Elastix se encontrarán ubicados en 
la planta baja como se observa en la Figura 3.5. 
3.5 Dimensionamiento de los enlaces en ingeniería de tráfico 
Uno de los retos a los cuales se enfrenta en la actualidad las redes IP, es la dificultad 
de convenir el tráfico IP para lograr un mejor ancho de banda. Usualmente en las redes 
IP convencionales los diferentes paquetes suelen seguir la vía más corta para ellos, 
esto suele provocar que se saturen algunos enlaces y también se sobre utilicen otras, 
por esta razón existe la ingeniería de tráfico. 
Se subdivide en dos: Orientado a tráfico y Orientada a recursos, cada una busca mejora 
el tráfico en la red. (Walther, 2016) 
En el presente proyecto se hará un análisis del ancho de banda de VoIP, este está 
orientado al tráfico. 
3.6 Descripción de los dispositivos que componen la infraestructura de red de la 
Universidad Politécnica Salesiana sede Quito 
3.6.1 Switch Cisco Catalyst 3750 
En la Universidad Politécnica Salesiana se utiliza los switchs Cisco Catalyst serie 3750 
como se detalla en la Figura 3.6, sus especificaciones se hallan en 
:https://www.cisco.com/c/es_mx/support/switches/catalyst-3750g-24ts-
switch/model.html, son dispositivos de alta disponibilidad de recursos, según el 
fabricante, además tienen una alta seguridad y eficiencia energética, también posee la 
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cualidad de la escalabilidad. Son Switches de capa de acceso 2 del modelo OSI (Open 
Systems Interconnection), mejorando la productividad ya que permite aplicaciones 
como la telefonía IP (VoIP). 
Figura 3.6 Switch Catalyst 3750. 
 
Fuente: Switch Cisco Catalys Administrable capa L3 con 24 puertos GigE PoE 715 w, 2019 
3.6.2 Switch Cisco Catalyst 6506-E 
En la Universidad Politécnica Salesiana sede Quito se tiene un switch Cisco Catalyst 
6505-E, cómo se observa en la Figura 3.7 , es utilizado como switch core, su principal 
característica son los motores de supervisión además cuenta con adaptadores de puerto 
compartido, sus características se hallan en:  
https://www.cisco.com/c/en/us/support/switches/catalyst-6506-e-switch/model.html. 
Elimina la necesidad de modificar la plataforma de red, maneja una cantidad creciente 
de trabajo, incluye tolerancia a fallas, redundancia, capacidad de expansión, y mejora 
el rendimiento. Una de sus ventajas más importantes es que su infraestructura de datos 
utiliza la funcionalidad inalámbrica y por cable.  
Figura 3.7 Switch Cisco Catalyst 6505-E. 
 





3.6.3 Teléfono Cisco 7960G 
Este tipo de teléfono como se detalla en la Figura 3.8 muestra los últimos avances de 
VoIP, tiene puertos switch Fast Ethernet integrado, incluye audio de banda ancha, 
siendo ideal para las necesidades de las diferentes empresas especialmente a los 
empleados de las diferentes áreas como: ejecutivo, auxiliares y administrativos. (Díaz, 
2017) 
Los usuarios tienen una experiencia fácil con los dispositivos ya que, pueden utilizar 
manos libres diseñados para alta fidelidad con un audio de banda ancha, teniendo así 
una comunicación sin interferencias y tiene integrado la característica de altavoz, sus 
especificaciones en hallan en: https//www.onedirect.es/productos/cisco/cisco-ip-7960.  
Figura 3.8 Teléfono IP Cisco 7960 G. 
 
Fuente: Cisco Unified IP Phone 7960G, 2019 
3.6.4 Teléfono Cisco 7800 
Estos teléfonos tienen características mucho mejores a los anteriores, porque ya 
constan con pantallas en pixeles, mejor iluminación y también teclas fijas. Son fáciles 
de usar y su instalación no es complicada. Posee un ahorro de energía, lo cual conlleva 
a ser más eficiente y ahorrativo, que es lo que las empresas buscan al adquirir algún 





Figura 3.9: Teléfono IP Cisco 7800. 
 
Fuente: Teléfono IP Cisco Serie 7800 
3.6.5 Cisco IP Communicator (SoftPhone de Cisco) 
Como se especifica en la Figura 3.10, se tiene una aplicación de telefonía que está 
establecida en PC con Windows, permitiendo así al usuario utilizar su computadora 
personal para recibir llamadas y correo de voz. Es lo último en tecnología de 
comunicación IP, fácil de obtener, implementar y usar. 
Todo lo que se necesita principalmente es una conexión de Internet, los diferentes 
usuarios logran trabajar dese la comodidad de sus casas con un acceso remoto a su red 
corporativa. (CISCO, 2019) 
Cisco IP Communicator permite poner llamadas en espera, realizarlas y recibir, 
también realiza lo que es la marcación rápida, admite transferir llamadas y otras 
funciones.  
Figura 3.10 Cisco IP Communicator. 
 
Fuente: Cisco IP Communicator 7.0.6.0, 2019 
Además de las ventajas dichas anteriormente, tiene las siguientes funciones: 
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- Tiene mensajes emergentes que son utilizados para notificar las llamadas 
entrantes. 
- Mayor movilidad laboral. 
- La ventaja de este software radica en su comunicación encriptada y niveles de 
seguridad. 
- El ajuste de audio viene integrado. 
- Facilidad en la gestión a través de páginas web y accesos controlados. 
 
3.7 Descripción de los dispositivos de red del Centro de Formación Continua 
En el Centro de Formación Continua se tiene instalados un Switch Multicapa CISCO 
Catalyst 3850, el cual proporciona convergencia total entre infraestructura cableada e 
inalámbrica, además permite la visibilidad y optimización de aplicaciones como se 
especifica en la Figura 3.11. 
Figura 3.11 CISCO Catalyst 3850. 
 
Fuente: WS-C3850-24T-S 
Como distribuidores de Capa 2 se tiene un Switch UBITIQUI US-24 el cual ofrece 
capacidad de manejar tráfico simultaneo en todos los puertos con una baja taza de 
perdida de paquetes, además sus 24 puertos soportan hasta 26Gbps, las características 
del equipo se hallan en: https://www.ui.com/unifi-switching/unifi-switch-2448/. 
Figura 3.12Ubiquiti US24. 
 
Fuente: US-24-UBIQUITI-NETWORKS-87883 
3.8 Descripción del PBX Cisco Unified Communications Manager CUCM 
existente en la Universidad Politécnica Salesiana sede Quito 
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La Universidad Politécnica Salesiana sede Quito, está combinado por tres campus: 
Kennedy, Sur y Girón, las cuales han implementado un sistema de telefonía IP basado 
en CUCM (Cisco Unified Communications Manager) con una versión 6.0, se 
encuentran utilizadas 1072 licencias de las 1078 disponibles para usuarios como se 
detalla en la Figura 3.13.  
Figura 3.13  Licencias y versión del CUCM de la Universidad Politécnica Salesiana sede Quito. 
 
Fuente: Universidad Politécnica Salesiana campus El Girón. 2018 
El CUCM está implementado en un dispositivo Cisco MCS con una serie 7800, el 
Cisco MCS serie 7800 es fácil de efectuar, rentable, ofreciendo un alto beneficio y 
disponibilidad. También es un servidor utilizado para plataformas de Cisco Unified 
Communications Solutions, teniendo una arquitectura completa y más que todos 
escalable, lo cual significa que se adapta al crecimiento continuo y da soluciones de 




Figura 3.14 CISCO MCS serie 78000. 
 
Fuente: MCS781614K9-CMC2, 2019 
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En el campus Girón de la Universidad Politécnica Salesiana sede Quito tiene instalados 
tres Cisco MCS 7815-I1, los cuales son utilizados como se describe a continuación: 
- El primero es utilizado para el CUCM principal. 
- El segundo para el CUCM de backup. 
- Y por último el tercero es para IVR (respuesta de voz interactiva), es un sistema 
automatizado de respuesta interactiva, usualmente es para capturar 
información a través del teléfono como se especifica en la Figura 3.15. 
(Cacuango, 2017) 
Figura 3.15 Cisco MCS 7800 de la USPQ implementados en el campus El Girón. 
 








ESTIMACIÓN DE COSTOS Y COMPARACIÓN ENTRE LA SOLUCIÓN 
ELASTIX Y CUCM 
En esta parte de detalla un análisis de costos de la solución del Elastix en comparación 
del CUCM que esta implementado en la Universidad Politécnica Salesiana. 
A continuación, se especifica los diferentes equipos para la implementación del 
Elastix, consultados de empresas utilizados para telefonía VoIP y también para la parte 
del Internet en el Centro de Formación Continua. 
4.1 Costos de los servidores para telefonía IP 
Servidor HP ML 150 G6 
Figura 4. 1 Servidor HP ML 150 G6. 
 
Fuente: Support.hpe.com, 2019 
Las especificaciones del servidor se hallan en: 
https://support.hpe.com/hpsc/doc/public/display?docld=emr_na-c01710806. Precio 






Servidor HP ML ProLiant 350 G6 
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Figura 4. 2 Servidor HP Proliant ML350 G6 2 Xeon. 
 
Fuente: Intel Xeon, 2019 
 
Las características del Servidor HP ML ProLiant 350 G6, se hallan en: https: 
//articulo.mercadolibre.com.ec/MEC-421308628-hp-proliant-ml350-g6-server-_JM. 
Precio: USD. 3.650,00 (incluido IVA) 
El servidor que se utilizaría en este caso es el servidor HP ML 150 G6 porque cumple 
con todas las especificaciones necesarias para la telefonía, como son la memoria RAM, 
el espacio en el servidor, se puede expandir la memoria, con tarjeta de red y más que 
todos tiene un precio bajo en comparación del otro servidor. 
4.2 Gateway 
Para un futuro en la Universidad Politécnica Salesiana requiera de una central de 
telefonía basada en el Software de Elastix y tenga su propia salida PSTN se puede 
utilizar el siguiente Gateway como lo muestra en la Figura 4.3, es un equipo que 
permite extender el servidor Elastix con troncales GSM, teniendo así la posibilidad de 
comunicarse con dispositivos móviles. (Aguilar, 2015) 
Figura 4. 3 Elastix EGW 2041 – Gateway GSM 4 canales. 
 
Gateway que soporta Elastix, Fuente: Elastix, 2019 
24 
 
Las características de hallan en: 
https://www.avanzada7.com/es/productos/gateways/gateways-gsm/elastix-egw204. 
Precio: USD. 477,63 (incluido IVA)  
En la Tabla 4 se muestra una estimación de costos para implementar una central 
telefónica basada en el Software de Elastix en el Centro de Formación Continua, está 
planeado en un inicio para aproximadamente 50 usuarios, debido a las 50 extensiones 
programadas en el servidor Elastix. 
Tabla 4.1. Estimación de costos para implementar una central telefónica IP basada en Elastix. 








Servidor HP ML 150 
G6 
1 1.672,00 1.672,00 228 1.900,00 
Gateway Elastix EGW 
2041 
1 420,31 420 $ 57,32 477,63 
Costo total en Hadware   2.092,00 285,32 2.377,63 









Licencia de la central 
(SO incluido) 
1 0 0 0.00 0.00 
Licencias para los 
dispositivos 
 0 0 0.00 0.00 
Licencia de Codecs  0 0 0.00 0.00 
Costo Total en 
Software 
  0.00 0.00 0.00 








Diseño  0 80,00 9,60 89,60 
Instalación y 
Configuración 
 0 300 60,00 360,00 
Costo total de 
Implementación 
  380,00 69,60 449,60 
Costos totales de la 
implementación de una 
central telefónica con 
Software Elastix 
  3.270,00 463,77 3.734,32 
 
Elaborado por: Rony Chuquín. 
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La licencia del Cisco Unified Communication Manager (CUCM) cuenta con un costo 
por usuario de USD. 617,80 dólares incluido IVA, haciendo el cálculo para 10 usuarios 
como se planteó anteriormente, sale un valor de USD. 6.178,00 dólares. 
Si comparamos los dos valores es claramente que una central de telefonía con Elastix 
es mucho más económica que una con CUCM, se debe tener en cuenta que solo se 
habla de las licencias, sin hacer un análisis de los demás dispositivos, que se necesitaría 
para la implementación de un CUCM en la UPSQ. Siendo notable que una central 





DISEÑO DEL PROTOTIPO DE IP-PBX PARA EL CENTRO DE 
FORMACIÓN CONTINUA SAN BARTOLO E INTEGRACIÓN DE ESTE 
CON EL CUCM EXISTENTE EN LA UPS 
El capítulo 5 refiere la propuesta del prototipo para la integración del CUCM existente 
en la Universidad Politécnica Salesiana sede Quito con el Elastix que estará localizado 
en el Centro de Formación Continuo, se describe la configuración de cada uno y 
también se realiza una especificación del diseño del prototipo. 
5.1 Descripción general de la propuesta de diseño del prototipo 
La finalidad del prototipo es hacer que se integre el servicio de telefonía del Centro de 
Formación Continua San Bartolo con el del Campus Sur de la Universidad Politécnica 
Salesiana tomando en cuenta factores de calidad de servicio como la calidad de la voz.  
Figura 5. 1 Propuesta del Diseño del Prototipo. 
 
Elaborado por: Chuquín Ronny, 2019 
La integración de ambas sucursales de la universidad en mención requiere emplear 
protocolos y estándares de comunicación que trabajan sobre IP Internet Protocol. Uno 
de los protocolos de comunicación que más han impactado dentro de las 
telecomunicaciones es SIP; se trata de un protocolo de señalización que permite el 
intercambio de información a través del establecimiento de sesiones. El protocolo en 
cuestión utiliza señalización para iniciar, establecer, modificar y finalizar las sesiones 
requeridas para el establecimiento de la comunicación entre dos dispositivos que 




5.2 Propuesta de arquitectura del prototipo 
El prototipo trata de emular el ambiente de red mínimamente requerido para establecer 
la comunicación entre los dos extremos de red propuestos. Al tratarse de un prototipo, 
hay que tomar en cuenta las siguientes consideraciones: por una parte, es un prototipo, 
por ende, los recursos empleados para emular la comunicación entre los dos extremos 
son limitadas (capacidad de procesamiento, equipos de red, aspectos generales de 
redes de campus, etc); el siguiente escrito centra esfuerzos en mostrar los parámetros 
de configuración de las centrales IP-PBX propuestas.  
5.3 Integración de Elastix con la solución CUCM de Cisco 
Elastix es un potente software desarrollado con el objetivo de brindar soluciones IP-
PBX; el mencionado software trabaja con una base de ASTERIX a la cual se añaden 
funciones y herramientas que mejoran la experiencia del administrador con de los 
operadores y usuarios finales. La mejora más relevante implementada por Elastix es 
su fácil e intuitiva interfaz gráfica que permite gestionar tanto la configuración como 
el normal funcionamiento del software.  
Elastix provee al usuario las herramientas y servicios más populares y empleados en 
centrales telefónicas IP-PBX. El soporte para virtualización, su interfaz web y los 
reportes que pueden ser generados son parte de las herramientas más usadas por los 
administradores de red que hacen uso del software.  
La integración entre dos soluciones de voz sobre IP está basada en una previa 
compatibilidad manejada tanto a nivel de software como de hardware. Las limitaciones 
de integración entre Elastix y CUCM están derivadas meramente por el manejo de 
protocolos y estándares de comunicación.  
La integración entre Elastix y CUCM descrito en los siguientes apartados de este 
trabajo están ligados a un prototipo de integración por ende se propone el manejo de 
un escenario controlado a manera de laboratorio en el cual se emulará la mencionada 
integración. La emulación de la red es el corazón del prototipo puesto que es quién 
permitirá el intercambio del tráfico de red que se generé dentro de la red.   
A continuación, se procederá a describir la configuración de Elastix primeramente para 
luego continuar con CUCM.  
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5.3.1 Simulación en el Software GNS3 
El software GNS3 es un emulador mediante el cual se puede colocar una imagen ISO 
de un equipo ya sea Switch, Router o servidores para tener una descripción del 
funcionamiento del equipo en condiciones reales. Una de sus ventajas es que es 
utilizado para certificaciones como por ejemplo el de Cisco CCNA. 
Figura 5. 2 Simulación en el Software GNS3. 
 
Elaborado por: Rony Chuquín. 
5.3.2 Instalación y configuración de Elastix  
Para la instalacion del software Elastix se debe seguir los pasos de instalación de la 
ISO, cuando se completa los pasos queda listo para ser utilizado, se puede acceder a el 
mediante un navegador y la IP del servidor. 
Figura 5. 3 Página web principal del software Elastix. 
 
Elaborado por: Rony Chuquín. 
Para lograr integrar el software Elastix con él CUCM se debe configurar el SIP Trunk, 
en primer lugar, se debe configurar el nombre como se detalla en la Figura 5.4, y otros 
parámetros descritos a continuación.  
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Figura 5. 4 Configuración general SIP Trunk. 
 
Elaborado por: Rony Chuquín 
SIP Trunk permite que las llamadas del CUCM lleguen hasta el Elastix, logrando así 
una comunicación entre la UPSQ sede Quito, se incluye también las extensiones de las 
diferentes sedes como son las de Guayaquil y Cuenca. La PSTN permite que números 
convencionales realicen llamadas, comunicándose entre lo descrito anteriormente. 
Para verificar la configuración del SIP Trunk se puede ver en la opción PEER Details 
como se especifica en la  Figura 5. 5 o se puede acceder por consola al archivo sip.conf.  
Figura 5. 5 Detalles de configuración del SIP Trunk. 
 
Elaborado por: Rony Chuquín. 
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Tabla 5. 1. Descripción de los diferentes parámetros para el SIP Trunk en el Elastix. 
 
Elaborado por: Rony Chuquín. 
Después se debe configurar el destino de las llamadas de esta PBX. 
Figura 5. 6 Configuración de los números de destino 
 
Elaborado por: Rony Chuquín. 
También se puede verificar las configuraciones para llamadas entrantes, cada 
parámetro configurado se detalla en la tabla 5. 
31 
 
Figura 5. 7 Configuración de las llamadas entrantes Elastix. 
 
Elaborado por: Rony Chuquín. 
Desde el servidor se pueden configurar los Códecs a utilizar; pero en caso de que el 
usuario lo requiera puede utilizar los códecs que crea más convenientes. Se configuro 
con el códec G711.  
Tabla 5. 2. Ancho de banda empleado en VoIP. 
Consumo en 












G711alw 20 160 50 80  
G711ulaw 30 240 33 74  
G722(64 bits) 10 160 50 82,8 
G729 10  20 50 8  
G723.1 30  24  33.3 6.3   
G726 5  60  50 32   
G728 5  60 33.3 16  
G722 10  160 50 64  
 
Elaborado por: Rony Chuquín. 
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Figura 5. 8 Configuración Códecs en un Softphone 
 
Elaborado por: Rony Chuquín 
A continuación, se muestra el softphone con una extensión asignada por el servidor 
del Elastix,  
Figura 5. 9 Softphone con una extensión 
 
Elaborado por: Rony Chuquín 
Las demás configuraciones del Elastix se detallan en el Anexo 1. 
5.3.3 Instalación y configuración de CUCM de Cisco  
Dentro de los servidores de telefonía se tiene varias formas de integrar dos servidores 
haciendo que paquetes de audio sean compatibles. Para CUCM se siguen ciertos pasos 
para enrutar una llamada, muchos otros servidores de telefonía siguen este esquema. 
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 Figura 5. 10 Esquema de enrutamiento de llamadas en CUCM. 
 
Elaborado por: Rony Chuquín 
Al momento de realizar una llamada primero se verifica si existe el número o la 
extensión marcada mediante Route List para después apuntar hacia una IP o una lisa 
priorizada de Route Groups, en caso de que no se encuentre localmente el número o 
extensión se pasa al Gateway y los troncales, puede ser más de uno. 
Las configuraciones del servidor CUCM se encuentran en la sección Anexo 2. 
5.4 Propuesta de QoS 
Hoy en día hablar de calidad de servicio QoS es más común si se lo compara con unos 
cuantos años atrás. QoS es una herramienta empleada por los profesionales técnicos 
en redes de computadoras para mejorar los distintos tipos de servicios prestados en las 
redes LAN y WAN generalmente.  
La calidad de servicio para el prototipo descrito en el presente trabajo está a cargo de 
la implementación y la posterior puesta en funcionamiento en un futuro del protocolo 
de marcaje NBAR. El mencionado protocolo de red a un nivel más básico trabaja con 
políticas y clases que son configuradas en los equipos activos de la red.    
La calidad de servicio tiene por objetivo la priorización del tráfico, dependiendo de las 
aplicaciones a utilizar, para dar mejor uso al ancho de banda disponible dentro de la 
red. (Szigeti Tim, Hattingh Christina, Barton Robert, & Kenneth., 2014) 
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NBAR es un estándar manejado y desarrollado por Cisco con el afán de conformar 
redes de computadoras donde el tráfico tenga un tratamiento diferenciado y por el cual 
se garanticen los mencionados tráficos críticos. La voz IP es un tráfico de red que cae 
dentro del mencionado tráfico crítico, ya que es un servicio ocupado para la 
telecomunicación entre dos extremos de red.  El protocolo de marcaje NBAR y el 
modelo seguido para la instalación de este dentro de la red del prototipo usa las marcas 
DSCP (DiffServ), el cual asigna mediante códigos diferenciados una clasificación para 
un posterior trato preasignado a cada tipo de tráfico crítico (Voz IP) de forma 
independiente. 
Los esfuerzos de NBAR están enfocados en brindar a los usuarios (extremos finales 
de la red) un servicio que garantice nivel de aceptación normados y estandarizados 
dentro de un marco de funcionalidad, de esta manera se describe como inaceptable una 
latencia mayor a los 150 ms en una llamada de voz, lo que delimita a la red en un rango 
de rendimiento bajo niveles aceptables de servicio SLA Service-Level agreements. 
El tratamiento de tráfico circulante dentro de una red sin QoS trabaja bajo una idea de 
best effort o mdel mejor esfuerzo es decir todos los paquetes de red son tratados de la 
misma manera. En un ambiente donde se pudiera tener todos los recursos necesarios 
para el procesamiento de la información con CPU, memorias y ancho de banda 
suficientes este escenario funcionaria y cumpliría con todas las expectativas de los 
usuarios (lamentablemente ninguna red dispone de todas esas características). En redes 
carentes de políticas de QoS, los distintos tráficos circulantes sufren de conflictos 
durante el procesamiento y envió.  
El marcaje NBAR permite al administrador de red implementar políticas de red para 
garantizar que decisiones correctas sean tomadas por los equipos activos de la red en 
favor de mantener operativos los servicios más críticos. (Szigeti Tim, Hattingh 
Christina, Barton Robert, & Kenneth., 2014) 
Cisco utiliza un sistema modular para la creación de plataformas configurables que 
simplifican el trabajo y administración de las configuraciones de calidad de servicio, 












Elaborado por: Rony Chuquín. 
Siguiendo el orden descrito con anterioridad corresponde a: el cómo se debe dar el 
servicio a un determinado tipo de tráfico, la identificación del tráfico para así, poderle 
dar un tratamiento especial, por último, el servicio permite a través de las políticas 
vinculadas crear el ambiente.  
Existen recomendaciones previamente establecidas y que siguen normas, las cuales 
son llamadas bases. Las líneas base recomendadas que interesa están resumidas en la 
siguiente 8:  
Tabla 5. 4. Líneas base recomendadas. 
 
Elaborado por: Rony Chuquín. 
Si se procede a tomar en cuenta el sistema modular para la administración de la calidad 
de servicio, el prototipo requiere la inclusión de un dispositivo físico que permita el 
mencionado marcaje de tráfico NBAR, el dispositivo elegido para este propósito 
cumple las siguientes características, como se especifica en la Tabla 9:  
Tabla 5. 5. Características técnicas del equipo empleado para la implementación de NBAR. 
 
Elaborado por: Rony Chuquín, (CISCO, CISCO, 2019). 
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Para la instalación y configuración, se procede a seguir el siguiente orden para 
implementar la propuesta de calidad de servicio.  
1. Instalación del protocolo NBAR en el equipo empleado para el marcaje de 
trafico 
EL prototipo requiere la inclusión de un router físico en el cual es necesario realizar el 
alojamiento y posterior configuración del protocolo NBAR2, para ello se emplean 
procesos de transferencia de archivos mediante un modelo de TFTP, es decir a manera 
de cliente se realiza una transferencia de archivos que se asemeja mucho a FTP pero 
que se emplean procesos más simples para llevar este objetivo a cabo.  
Figura 5. 11 Configuración del protocolo NBAR2 
  
Elaborado por: Rony Chuquín 
2. Una vez enlazado el dispositivo al servidor TFTP se procede a copiar la 
información del protocolo dentro de una de las memorias flash disponibles en 
el dispositivo de red 
Figura 5. 12 Copiado en la memoria flash en el dispositivo de red 
 
Elaborado por: Rony Chuquín 
3. Después de copiar los archivos, el dispositivo llevará almacenada la imagen 
IOS de Cisco, la versión C1900-universalk9-mz.SPA.154-3.M8.bin cumple 
con las características y permite implementar QoS por medio de marcaje de 
37 
 
paquetes siguiendo un modelo DiffServ. Es necesario introducir el siguiente 
comando para modificar el IOS desde el que booteará el sistema: boot system 
flash0:c1900-universalk9-mz.SPA.154-3M9.bin.  
4.  Para implementar la propuesta de calidad de servicio, es necesario introducir 
una serie de comandos en la consola CLI. Los comandos a configurarse deben 
seguir un orden; como primer procedimiento está la creación de una clase, para 
una posterior implementación de políticas de red con las cuales definirán las 
propiedades del servicio.   
5. El comando class-map es la antesala a la creación de la clase. Dentro de la clase 
se define un nombre de identificación, es recomendable la inclusión de un 
nombre acorde, además su importancia también radica en la definición del tipo 
de tráfico a ser calificado y marcado. 
6. El comando match protocol permite configurar los criterios de coincidencia 
para un mapa de clase sobre un protocolo especifico. La política se base en la 
clase cread previamente; en este apartado también es importante definir un 
nombre relacionado al servicio, por ello se colocó como nombre el protocolo 
NBAR2-MARCA.  
7. Es apreciable dentro de la estructura de la política, el comando set, el mismo 
que permite especificar la herramienta a ser utilizada para la implementación 
de QoS dentro del entorno de red del prototipo. (CISCO, CISCO, 2008) 
Figura 5. 13 Implementación de clases y políticas   
 
Elaborado por: Rony Chuquín 
5.5   Análisis del tráfico – Ancho de banda necesario 
La parte de la señalización de la llamada es lo que hace posible una llamada. En el 
contenido de audio, es transmitido a través de RTP (protocolo de transporte en tiempo 




RTP es empleado para diferentes sistemas de comunicación y más que todo para 
transmisión, como por ejemplo para telefonía. En la Figura 5.14 se especifica que RTP 
utiliza el puerto 7000 y RTCP 70001. 
Figura 5. 14 Puerto que utiliza RTP Protocol. 
 
Elaborador por: Rony Chuquín 
RTCP trabaja junto con RTP se define en la RFC 3550, RTCP es el encargado de 
supervisar la calidad de servicio (QoS), también ayuda en la parte de la sincronización 
y no es provee encriptación o lo que es algún método autenticación. Es importante 
recalcar que RTP trabaja junto con SIP. Para propósitos de cálculos es despreciable la 
señalización SIP porque es insignificante. 
Dado que el audio suele ser bastante grande, se utiliza códecs como se muestra en la 
Tabla 5 para ser codificado los paquetes de VoIP antes de ser enviado por la red. 
Algunos códecs provocan una calidad de audio diferente, consumen diferentes anchos 
de banda. 
Lo llamados “paquetes” contiene información de los datos enviados al destino y así 
cuando llegan se los pueda reconstruir para saber la información que contienen 
correctamente. 
Para el audio es necesario codificarlo y es ineludible ser empaquetado dentro de 
paquetes RTP, después son puestos dentro de paquetes UDP, luego deben ser 
encajonados adentro de paquetes IP.  
Ethernet es el tipo de red más común a nivel mundial y requiere también de otro 
empaquetamiento. Por esta razón para estos tipos de paquetes se referiría como 
overhead para el cálculo. 
Se debe tener en cuenta que este overhead es fijo como se describe a continuación: 
RTP = 4.8 Kbps, UDP = 3.2 Kbps e IP = 8 Kbps. 
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La VoIP requiere una cierta cantidad de ancho de banda para que trabaje bien. A 
continuación, en la Ecuación 5.1 se detalla la ecuación para el cálculo de la tasa de 
transferencia de datos y es medida bits por segundo (bps). 
𝐴𝑛𝑐ℎ𝑜 𝑑𝑒 𝑏𝑎𝑛𝑑𝑎 = 𝑡𝑎𝑚𝑎ñ𝑜 𝑡𝑜𝑡𝑎𝑙 𝑑𝑒 𝑝𝑎𝑞𝑢𝑒𝑡𝑒𝑠 ∗ 𝑃𝑃𝑆                                    Ec. (5.1) 
 PPS significa “Paquetes por segundo” y se calcula de la siguiente manera como se 
muestra en la Ecuación 5.2. 
𝑃𝑃𝑆 =
𝑡𝑎𝑠𝑎 𝑑𝑒 𝑏𝑖𝑡𝑠 𝑑𝑒 𝑐ó𝑑𝑒𝑐
𝑡𝑎𝑚𝑎ñ𝑜 𝑑𝑒 𝑙𝑎 𝑐𝑎𝑟𝑔𝑎 ú𝑡𝑖𝑙 𝑑𝑒 𝑣𝑜𝑧
                                                                    Ec. (5.2) 
El otro elemento como se describió en la Ecuación 5.1 es el tamaño total de paquetes, 
se calcula como se especifica en la Ecuación 5.3. 
𝑇𝑎𝑚𝑎ñ𝑜 𝑡𝑜𝑡𝑎𝑙 𝑑𝑒 𝑝𝑎𝑞𝑢𝑒𝑡𝑒 = (𝑐𝑎𝑏𝑒𝑐𝑒𝑟𝑎 𝑑𝑒 𝑐𝑎𝑝𝑎 2) + (𝑐𝑎𝑏𝑒𝑐𝑒𝑟𝑎 𝐼𝑃/𝑈𝐷𝑃/
𝑅𝑇𝑃) + (𝑇𝑎𝑚𝑎ñ𝑜 𝑑𝑒 𝑙𝑎 𝑐𝑎𝑟𝑔𝑎 ú𝑡𝑖𝑙 𝑑𝑒 𝑣𝑜𝑧                                               Ec. (5.3)                                                               
Un códec es un estándar de conversión de sonido a la señal digital y viceversa, 
usualmente hay 8 diferentes como se muestra en la Tabla 4. 
 La fórmula para calcular la tasa de bits del códec es: muestras de códec sobre el 
intervalo del muestreo de códec.  
El tamaño de muestreo de códec es el número de bytes cogidos por el DSP (Procesador 
de Señal Digital) en cada intervalo de muestre de códec. 
En este proyecto se determinó que el mejor códec es el G711, porque tiene una buena 
calidad de audio, también es utilizado tanto por Elastix y el CUCM.  
El códec G711 tiene un retardo en la codificación de 0.125 ms mientras que el G722 
tiene uno de 3 ms, por esta razón, a pesar de que los códecs tienen características 
similares y se puede utilizar cualquiera, sigue siendo mejor él G711.  (Daniel, 2016) 
El códec G711 tiene una carga de voz 160 bytes como se muestra en la Tabla 5, este 
valor se utilizado para el cálculo del ancho de banda de VoIP en el presente proyecto. 
Por lo general se agrega una sobrecarga en la cabecera de 18 bytes para Ethernet, en 
este valor de incluye 4 bytes de la secuencia de verificación de trama o CRC (código 
de detección de errores) usualmente es utilizado para lo que son las redes digitales. 
(Micolini Orlando & Augusto., 2013) 
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Para el cálculo del ancho de banda también se necesita los datos de la capa transporte 
y sesión, como son: El valor de UDP (User Datagram Protocol) es de 8 bytes, se utiliza 
20 bytes de IP, y para el RTP (Real Time Protocol) un valor de 15 bytes, sumado todo 
da 40 bytes. (Vesga Juan, Granados Gerardo, & Vesga José, 2016) 
CRTP (Compresión de Protocolo de Transporte en tiempo Real) es un encabezado que 
combinado reduce los 40 bytes descritos anteriormente a 2 o 4 bytes. Se debe tener en 
cuenta que no es recomendable ser usado en conjunto con Ethernet, para el cálculo del 
ancho de banda se utilizara 2 bytes.  
La cabecera de nivel 2 tienen un valor de 6 bytes, la cabecera IP/UDP/RTP es de 2 
bytes y la carga útil es de 160 bytes por el códec G711. (Vesga Juan, Granados 
Gerardo, & Vesga José, 2016) 
Se procede a reemplazar los datos en la Ecuación 5.3 para el cálculo del tamaño total 
del paquete, siendo igual a 168 bytes. 
Se sabe que cada byte es equivalente a 8 bits por esta razón se procede a cambiar el 
valor del tamaño total del paquete a bits, siendo igual a 1344 bits. 
Como siguiente paso se calcula los paquetes por segundo, para el G711 se tiene una 
velocidad de bit de 64 kbps como se muestra en la tabla 3, se realiza la transformación 
a bits siendo 64 000 bps y la carga útil de 160 del Códec G711 queda en 1280 bits. 
Reemplazando estos valores en la Ecuación 5.2 se tiene un valor de 50 paquetes por 
segundo. Esto quiere decir que la capacidad del ancho de banda permitirá 50 paquetes 
cada segundo. 
Como último se calcula el ancho de banda con la formula descrita en la Ecuación 5.1, 
reemplazando los valores se tiene un valor de 67200 bps, transformado el valor a Kbps 
queda: 67,2 Kbps. El ancho de banda requerido por llamada es de 67,2 Kbps. 
El ancho de banda solicitado para 10 llamadas entrantes simultáneas puede ser 
obtenido al multiplicar el valor obtenido por llamada por la cantidad mencionada, 
como se especifica en la Ecuación 5.4: 
𝐴𝑛𝑐ℎ𝑜 𝑑𝑒 𝑏𝑎𝑛𝑑𝑎 𝑒𝑛𝑡𝑟𝑎𝑛𝑡𝑒 = 67,2 𝐾𝑏𝑝𝑠 ∗ 10 𝑙𝑙𝑎𝑚𝑎𝑑𝑎𝑠 𝑠𝑖𝑚𝑢𝑙𝑡𝑎𝑛𝑒𝑎𝑠      Ec. (5.4) 
𝐴𝑛𝑐ℎ𝑜 𝑑𝑒 𝑏𝑎𝑛𝑑𝑎 𝑒𝑛𝑡𝑟𝑎𝑛𝑡𝑒 = 672 𝐾𝑏𝑝𝑠  
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Si se toma en cuenta, tanto las llamadas entrantes como las salientes se obtiene un 
ancho de banda total a ser contratado, como se detalla en la Ecuación 5.5: 
𝐴𝑛𝑐ℎ𝑜 𝑑𝑒 𝑏𝑎𝑛𝑑𝑎 𝑎 𝑐𝑜𝑛𝑡𝑟𝑎𝑡𝑎𝑟𝑠𝑒 = 1344 𝐾𝑏𝑝𝑠 𝑜 1,344 𝑀𝑏𝑝𝑠 
5.5.2 Tráfico Ofrecido 
Para estimar el tráfico ofrecido primero debemos estimar la cantidad de 
operadores/usuarios que se espera utilizaran el recurso y servicio de red, además del 
tiempo estimado de duración de la llamada. El mencionado calculo servirá para estimar 
la capacidad del enlace requerido de manera correcta, es decir, no estén sub o sobre 
dimensionados.  
Así luego, como primer paso se procede a calcular el volumen de tráfico como se 
especifica en la Ecuación 5.6, V = 300 minutos. 






)                                                    Ec. (5.6) 
Entonces el tráfico pude ser calculado con la siguiente fórmula como se detalla en la 




                                                                                                                 Ec. (5.7) 
Al observar la tabla de referencia para el cálculo con Earlang B se procede a determinar 
la cantidad de canales necesarios para realizar 50 llamadas simultaneas a una 
probabilidad de bloqueo del 1%. 
Para este caso de estudio es necesaria una cantidad de 15 canales para llamadas offnet 
VoIP; los cuales serán usados transportar el tráfico, es decir, estos canales tendrán que 
ser contemplados al momento de arrendar las troncales al proveedor de servicios. En 
el peor de los casos, es decir cuando todos los usuarios realicen 2 llamadas con una 
duración de 3 minutos y una pérdida de 1 llamada por cada 100 llamadas por la 
probabilidad de bloqueo serán necesarios los 15 canales. 
Con el afán de realizar una comprobación es posible emplear una calculadora Erlang 
B (disponible en: www.erlang.com/calculator/erlb/) para obtener un valor más preciso. 
La calculadora empleada está disponible en la página Westbay Engineers con el 





Figura 5. 21 Ejemplo con calculadora online- Erlang B. 
 
 
Elaborado por: Rony Chuquín 
Este método es utilizado mayormente en las comunicaciones de telefonía IP, ya que 
mide el tráfico de la comunicación. También describe el volumen del tráfico medido 
por hora, esto quiere decir cuánto de recursos compartidos ocupa. 
Un ejemplo simple es que, si tres personas de algún departamento están ocupando, las 
tres al mismo todo el tiempo, esto sería 3 Erlangs. Usualmente es ocupado para 
dimensionar las líneas telefónicas y los agentes precisos para efectuar con un fijo nivel 
de servicio. 
Uno de los factores que se debe a tener cuenta, es el grado de servicio (GoS), 
definiendo la probabilidad de la que las llamadas sean bloqueadas por falta de línea 
telefónica, tomado de la tabla Erlang B que se encuentra en el anexo A2.30. 
Teniendo todo esto se calcula la cantidad de los canales obligatorios y el ancho de 
banda para realizar la diferente comunicación. 
5.5.3 Trafico máximo que puede soportar el Servidor de VoIP 
Se torna necesario el evaluar cuanto tráfico va a soportar el servidor, ya que se tiene 
limitaciones de parte del servidor, se hará un análisis de cuantas llamadas simultaneas 
pueden mandar sin que haya problemas, por ejemplo, que el rendimiento baje por el 
solapamiento en el servidor. 
Se debe tener en cuenta la capacidad del servidor al atender las llamadas, porque es 
importante recalcar que se consume procesamiento y este elemento es limitado por las 




NETFLOW Y WIRESHARK 
En este capítulo se describe las diferentes mediciones de tráfico realizados con los 
NetFlow Analyzer y el Software de WIRESHARK, para así tener una mejor 
perspectiva de la red en el aspecto de VoIP.  
En la actualidad emplear herramientas de monitoreo de redes es muy común. Dada la 
complejidad de ciertas redes es importante tomar en cuenta siempre una solución que 
permita el monitoreo y la recolección de datos sobre el tráfico circulante.   
6.1 Captura de tráfico con NetFlow 
NetFlow Analyzer es un software desarrollado bajo el protocolo Netflow, el cual fuera 
formado por la empresa estadounidense Cisco. NetFlow Analyzer es una herramienta 
orientada al monitoreo de redes, permite recolectar datos sobre el tráfico circulante en 
nodos específicos, es decir puede mostrar datos sobre velocidad de trasmisión, 
empleabilidad de protocolos y estado de funcionamiento mediante gráficos y datos 
crudos.  
Instalar el software NetFlow Analyzer no es un procedimiento complejo ya que el 
fabricante y desarrollador del mismo ha incluido todas las herramientas necesarias para 
que la instalación sea lo más intuitiva posible.  
Uno de los aspectos a considerar durante la instalación del software es puerto de 
comunicación que será configurado. El desarrollador del software recomienda el uso 
de los puertos de comunicación 8080 y 9996 para la interacción con la recolección y 
de datos.  
El puerto más conocido como entrada para el tráfico HTTP es el puerto 80; a 
diferencia, el puerto 8080 es usado para aplicaciones especificadas, de ahí que el 
software NetFlow lo emplea para brindar al administrador de red accedo al portal web. 
La versión para Windows Server instalada en uno de los Host de la red emulada en 
GNS3 presenta un ícono de acceso directo desde el cuál se puede acceder a la ventana 
desde la cual se es apreciable la recolección de los datos de interés.    
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Otros de los puertos recomendados por el desarrollador del software es el puerto 9996, 
desde el cual se especifica como la entrada del tráfico de red correspondiente a la 
recolección de datos, como se detalla en la Figura 6.1.    
Figura 6.1 Puerto seleccionado durante la instalación de NetFlow Analyzer que será empleado para la 
recolección de datos. 
 
Elaborado por: Rony Chuquín 
Una vez instalado el software es primordial configurar el nodo encargado de la 
recolección de los datos. El router o nodo de la red elegido como punto de monitoreo 
es el equipo que soporta NBAR.  
NetFlow y los recolectores de flujo personalizados son procesos desarrollados 
completamente por Cisco y se trata de una tecnología que tiene aproximadamente 25 
años de desarrollo; por ello es completamente compatible con equipos activos de red 
desarrollados por Cisco. La serie C1900 y el IOS grabado en la memoria flash del 
dispositivo en cuestión que fueron escogido como el nodo de la red encargado de la 
recolección y envió de información sobre los paquetes de red de interés son 
completamente compatibles con la tecnología. Los recolectores o registros de flujo 
pueden ser personalizados de acuerdo a las necesidades del administrador y 
dependerán mucho de los paquetes que se necesiten monitorear.  
Antes de empezar con la recolección es necesario llevar a cabo un proceso de 
configuración sobre el equipo activo de red escogido; como resumen se delimitan los 
siguientes pasos:  
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1. La configuración de registro o recolector de flujo personalizado es el primer 
apartado dentro del proceso; la configuración del recolector es muy similar a 
la creación de una política de red en QoS; entonces debemos identificar 
claramente a al recolector de tráfico con un nombre acorde al tipo de tráfico 
que esté circulando por la red.  
2. Dentro del recolector la configuración y personalización que se ajusten a la 
necesidad lleva a crear un ambiente de mapeo de paquetes, de ahí que los 
comandos match son la matriz de configuración para cumplir con el objetivo. 
Figura 6.2 Show run de las configuraciones del registro de flujo personalizado Flow record 
 
Elaborado por: Rony Chuquín. 
Tabla 6. 1. Comandos para la configuración del registro de flujo personalizado. 
 
Elaborado por: Rony Chuquín. 
3. Configurar un exportador de flujo es el último paso para enviar los datos a una 
host de destino; al igual que en el paso explicado en el primer apartado; 
especificar un nombre es el proceso inicial, a continuación, siguiendo las líneas 
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personalizadas y características del recolector de flujo, es pertinente especifica 
un destino cuya dirección sea IPV4.  
Figura 6.3 Show run al exportador de flujo personalizado. 
 
Elaborado por: Rony Chuquín 
4. El nodo de referencia es el equipo de red que contiene la interfaz a ser 
monitoreada, pero el punto de monitoreo debe estar basado en una o varias 
interfaces con las que disponga el dispositivo. Para el escenario trabajado se 
escogió la interfaz Gi0/0, la cual pertenece al extremo de red del Centro de 
Formación Continua. La dirección IPV4 establecida como destino del registro 
de flujo tiene que ser la misma del host donde está hospedado NetFlow 
Analyzer. 
Un apartado a tomar en cuenta es el puerto de comunicación que se estableció 
durante la configuración del software de monitoreo NetFlow, es importante 
recordar el uso común del puerto 9996 para transportar tráfico UDP User 
Datagram Protocol, lo cual permite definir al tráfico usado por NetFlow y sus 
recolectores de registro como no orientados a la conexión.   
Al igual que QoS y muchos otros servicios configurables en Cisco Netflow 
posee una estructura modular; las partes que lo conforman especifican la 
manera en la que trabajará el servicio, las cuales desbocan en una especie de 
contenedor de partes. Un monitor es la base empleada encargada de recoger las 
especificaciones del registro y exportador de flujos. 
Figura 6.4Monitor que reflejará los registros especificados y las características agregadas el 
exportador de flujos. 
 
Elaborado por: Rony Chuquín 
5. Definir las configuraciones dentro de la interfaz es uno de los últimos pasos 
para establecer la recolección de paquetes; para ello es necesario ingresar a la 
misma configuración de la interfaz establecida en el apartado 4. Haciendo uso 
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de los comandos ip flow es posible agregar el monitor (a su vez el registro y 
recolector de flujos específicos) a la interfaz encargada de conectar el extremo 
de red. 
Para visualizar los registros NBAR en NetFlow Analyer requiere introducir 
una línea de comando para exportar los registros de NBAR.  
6. Finalmente es necesario activar  
Figura 6.5 Show run a las configuraciones realizadas en la interfaz Giga0/0. 
 
Elaborado por: Rony Chuquín 
Una vez configurados y especificados los registros, recolectores y monitores de flujo 
en la respectiva interfaz o punto de red a ser monitoreado, sigue abrir el programa de 
monitoreo NetFlow Analyzer en el host cuya dirección es 192.168.100.2, por 
asignación arbitraría, y la cual necesariamente debe ser configurada como dirección 
estática. 
NetFlow una vez que sea configurado mostrará los datos sobre protocolos, volumen 
de tráfico      
Figura 6.6 Ventana principal de Netflow. Graficas tipo pastel y coordenadas permiten al administrador 
de la red monitorea en tráfico de la red. 
 
Elaborado por: Rony Chuquín 
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La gráfica más representativa y útil para efectos de cálculos para el presente trabajo es 
el gráfico de líneas que representa la velocidad media de transferencia de paquetes de 
red cuando se realiza una llamada de VoIP durante la integración de los dos extremos 
de red propuestos.  
La velocidad da una idea de la cantidad de paquetes de red empleados para poder 
dimensionar la capacidad del canal requerido.   
Figura 6.7 Gráfico de líneas similar a coordenadas que representa la velocidad media de necesaria 
para realizar una llamada de VoIP. 
 
Elaborado por: Rony Chuquín 
En la Figura 6.7 se observa un ancho de banda de 78 Kbps, este valor se obtuvo con el 
software NETFLOW aplicado al proyecto, si comparamos el valor calculado en el 
capítulo 3 de 67 Kbps, y con el obtenido se tiene un error de 2.16 %.  
6.1.1 Pérdidas de paquetes, Latencia y Jitter 
Normalmente en una llamada a través de telefonía IP se nota de gran manera la perdida 
de paquetes porque protocolo RTP se basa en paquetes UDP y como no está orientado 
a la conexión si se produce una pérdida de paquetes estos no se reenvían y la voz se 
nota un poco cortada o en el peor de los casos no se escucha nada, con políticas QoS 
se recomienda que la perdida de paquetes sea igual o en el mejor de los casos menos 
al 1%, dependiendo del códec utilizado la permisión de paquetes de datos varia pero 
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en general se utiliza el códec G729 o el G711 por sus bajos requerimientos de ancho 
de banda. 
Figura 6.8 Paquetes perdidos durante la transmisión de voz. 
 
Elaborado por: Rony Chuquín 
Para el oído humano un retardo de 25ms de retraso en la percepción de su propia voz 
se conoce como eco, para telefonía IP el uso de un códec adecuado permite manejar 
de mejor manera el ancho de banda disponible tomando como consideración la calidad 
de la voz, en la captura de paquetes se aprecia que el Jitter tiene un valor máximo 
aproximado de 25ms por lo que se considera como un valor aceptable. 
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Figura 6.9 Jitter promedio medido durante un intervalo de 500 ms. 
 




El principal factor de consumo de ancho de banda es el número de paquetes que  se 
envían a cada segundo, muchos códec como el G711, G729, G722 envían alrededor 
de 6000 paquetes por segundo por su muestreo de 10ms, mientras que hay otros que 
realizan el muestreo de 5ms como el G726 o G728 los cuales envían hasta 12000 
paquetes cada segundo, con esto y el tamaño de la muestra da un volumen que puede 
llegar hasta los 80Kbps, la principal ventaja de los códec que utilizan una taza de 
muestreo pequeña y envían muchos paquetes es que si se pierde un paquete no se 
pierde mucha información, mientras que si un paquete es grande y la taza de muestreo 
igual es grande quiere decir que se pierde más información. 
Una de las formas de disminuir el tráfico de voz en la red es hacer que la PBX 
diferencie y transmita datos únicamente cuando existan, es decir que únicamente envié 
información idealmente cuando la persona esté hablando, de esta forma se evita tener 
tráfico innecesario en la red haciendo que el ancho de banda disponible este mejor 
administrado, esto en conjunto con las políticas QoS debe hacer que los paquetes 
tengan una perdida menor o igual al 1% independientemente del códec que se esté 
utilizando. 
El protocolo SIP debe estar configurado en ambas PBX con las mismas 
especificaciones para que el traspaso de llamadas de una extensión a otra se realice de 
la mejor manera especialmente manteniendo la sesión activa ya que muchas veces 
cuando se integran dos servidores se pierde la sesión y el servicio puede presentar 
intermitencias. 
Una central telefónica del IP-PBX Elastix es más económica que una central telefónica 
IP-PBX CUCM, porque las licencias que se necesita para implementar una central 
telefónica con CUCM son caras, conllevando a tener más gastos, ya que se adquiere 
por cada usuario, eso hablando solo de licencias, si se refiere a los equipos, el costo se 






Si se decide ampliar los usuarios con el Elastix es recomendable implementar otra 
central telefónica en la Universidad Politécnica Salesiana sede Quito, se podría realizar 
una troncal entre la del campus Sur y el Elastix del Centro de Formación Continua.  
Se recomienda capacitar a los usuarios finales, ya que es importante que sepan cómo 
es el software, el softphone, y tener conocimiento básico de los equipos de telefonía 
IP. También conocer de los diferentes servicios que proporciona Elastix, es importante 
llevar un correcto mantenimiento de los equipos y de la central telefónica, y saber de 
las configuraciones de las terminales. 
Se recomienda tener otra central telefónica como backup del Elastix en caso de fallo 
de la principal, ya que si se presenta problemas los usuarios no sentirían malestar y 
seguiría funcionando correctamente, teniendo así una disponibilidad para los 
beneficiarios de Elastix en todo momento. 
Es importante que el servidor de Elastix este configura e implementado aparte como 
se muestra en el capítulo 6 los diferentes servidores que se puede adquirir para esta 
central telefónica de Elastix, para así evitar inconvenientes de uso de memoria, y se 
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Configuración del Elastix 
A continuación, se debe Acceder a la opción ROUTE donde se configura la salida de 
llamadas de la PBX, en este caso es 222 porque para las extensiones se tiene el Pool 
2XX. 
Figura A1.1: Configuración Route de Elastix. 
 
Elaborado por: Rony Chuquín. 




Figura A1.2: Asociación del SIP Trunk con Route. 
 
Elaborado por: Rony Chuquín. 
Para crear una extensión se pueden habilitar cosas como un alias que se mostrará en el 
teléfono del destinatario en caso de ser habilitado, configuraciones como el número de 
Ring antes de pasar a ocupado, el tiempo de espera en llamada y el número de 
emergencia. 
Figura A1.3 : Configuración general de una extensión en Elastix. 
 
Elaborado por: Rony Chuquín. 
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Para las extensiones se puede configurar también DID (Direct Inward Dialling) que 
funciona cuando una llamada es directa, es decir dentro de una misma red. Y también 
la configuración por defecto del software del softphone. 
Figura A1.4: Configuración DID Elastix. 
 
Elaborado por: Rony Chuquín. 
Para cada extensión se puede permitir o rechazar llamadas por la IP o un rango de IP, 
también se puede configurar un mail, en caso de querer colocar una contraseña para 
acceder a la extensión se pone en la sección acountcode. 
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Figura A1.5: Permisos para recibir llamadas en una extensión Elastix. 
 
Elaborado por: Rony Chuquín. 
Dentro de Elastix deja una opción de grabar las llamadas de acuerdo a la extensión o 
al usuario, por defecto se tiene estas opciones bajo demanda, cada extensión debe 
configurarla marcando un código que comienza con *. 
Figura A1.6: Configuración de grabadora de llamadas. 
 
Elaborado por: Rony Chuquín. 
También Elastix ofrece IMAP que permite enviar mensaje entre usuarios, en este caso 
se debe configurar un usuario y una contraseña para poder usarlo. 
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Figura A1.7: Configuración de IMAP en Elastix. 
 
Elaborada por: Rony Chuquín. 
Elastix también ofrece una sección donde podemos activar códigos permitidos dentro 
de la red donde se marca ciertos números y accedemos a ciertos servicios de telefonía, 
uno de estos es *72 que permite el desvió de llamadas. 
Figura A1.8: Configuración Feature Code Admin. 
 
Elaborado por: Rony Chuquín. 




Figura A1.9: Configuración de llamadas en espera. 
 
Elaborado por: Rony Chuquín. 
Para acceder o desvincular una extensión se puede hacer de varias formas, una de ellas 
es usando *12 y *11 respectivamente. 
Figura A1.10 : Configuración de códigos de acceso a una extensión. 
 
Elaborado por: Rony Chuquín. 
La lista de no distribuidos o DND se puede acceder con códigos *78 y *79. 
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Figura A1.11: Lista de No distribuidos Elastix. 
 
Elaborado por: Rony Chuquín. 
Información de servicios permite realizar un Echo Test donde se puede probar el 
retraso de la voz emitida por un usuario y verse reflejada en el auricular, a 25ms no 
debería notarse la diferencia, pero en ciertos escenarios viene a ser un problema que 
puede afectar la comunicación y debe utilizarse otro códec. Información de servicios 
permite realizar un Echo Test donde se puede probar el retraso de la voz emitida por 
un usuario y verse reflejada en el auricular, a 25ms no debería notarse la diferencia, 
pero en ciertos escenarios viene a ser un problema que puede afectar la comunicación 
y debe utilizarse otro Códec. 
Figura A1.12: Información de servicios Elastix. 
 
Elaborado por: Rony Chuquín. 
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Por defecto la espera de una llamada se deja en 3 Ring y pasa a ocupado, pero Elastix 
permite configurarlo desde cada extensión, en la sección voice mail se puede redactar 
un mail únicamente dictando y agregando un destinatario. 
Figura A1.13: Queues, recordings, Speed Dial Functions. 
 
Elaborado por: Rony Chuquín. 
En el Softphone podemos acceder a una extensión desde la opción Account y se 
ingresa la información de la extensión, se debe ingresar los mismos datos con los que 





Figura A1.14: Ingreso a una extensión desde Softphone. 
 





Configuración del CUCM (Cisco Unified Communications Manager) 
Para lograr integrar ambas PBX se requiere configurar el protocolo SIP para logar 
intercomunicar las llamadas de una PBX a otra. En el software CUCM se debe ingresar 
a la pestaña SIP Trunk Security Profile. 
Figura A2.1 Ventana de configuración SIP 
 
Elaborado por: Rony Chuquín. 
A continuación, se debe configurar los parámetros de acuerdo con la configuración 
que tengan las PBX CUCM y ELASTIX, es importante tomar en consideración que 
ambas deben tener la misma configuración. 
Figura A2.2 Configuraciones SIP para CUCM 
 
Elaborado por: Rony Chuquín. 
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Dentro del perfil SIP se tienen varias opciones de configuración, en primer lugar, se 
tiene la información donde se encuentra el nombre y la descripción del perfil. 
Figura A2.3 Configuración de la Información del perfil SIP 
 
Elaborado por: Rony Chuquín. 
A continuación, se debe configurar los parámetros del perfil como el tiempo de espera 
para acceder a una extensión, numero de intentos para acceder, puertos utilizados para 
las llamadas, información del usuario y además el bloqueo de un número anónimo. 
Figura A2.4 Configuración de los puertos del perfil SIP 
 
Elaborado por: Rony Chuquín. 
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Los siguientes parámetros son la lista de distribución y el Keep Alive de los paquetes, 
por defecto se deja este tiempo en 120 segundos y depende de las características de la 
red.  
Figura A2.5 Configuración de parámetros del perfil SIP 
 
Elaborado por: Rony Chuquín. 
En la configuración específica del Trunk, en la sección script debe colocarse 
directamente en el SIP Trunk el perfil SIP en lugar del Trunk de lo contrario no 
funciona el traspaso de llamas, en la sección URI se configura si una extensión de otra 
PBX muestre su ID y su nombre, también se debe colocar el tipo de recursos y el tipo 
de tráfico para video conferencias. 
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Figura A2.6 Configuración específica del perfil SIP 
 
Elaborado por: Rony Chuquín. 
Por último, en el perfil SIP se debe configurar las opciones de conectividad, se puede 
dejar esta parte por defecto o se lo puede configurar de acuerdo con el estado de la red, 
además se puede rechazar automáticamente llamadas con números anónimos. 
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Figura A2.7 Opciones de conectividad del perfil SIP 
 
Elaborado por: Rony Chuquín. 
A continuación, se debe configurar el Trunk el cual nos permite conectar ambos 
servidores, primero debemos configurar la información donde se encuentra el nombre 
y la configuración general. 
Figura A2.8 Configuración general del Trunk 
 
Elaborado por: Rony Chuquín. 
71 
 
Luego se debe considerar el tráfico sRTP o TLS, si bien se puede dejar uno por defecto 
se puede configurar ambos cuando la red tiene conectividad con una operadora ya que 
la seguridad del sistema VoIP. 
Figura A2.9 Configuración de la encriptación de los paquetes en el Trunk 
 
Elaborado por: Rony Chuquín. 
La configuración de las llamadas entrantes se lo debe dejar por defecto para recibir la 
mayor cantidad de información pública de una llamada entrante. 
Figura A2.10 Configuración de llamadas entrantes 
 
Elaborado por: Rony Chuquín. 
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Para llamadas salientes se debe considerar la seguridad de la red así que este apartado 
depende mucho de la cantidad de información que se quiera revelar cuando sale una 
llamada. 
Figura A2.11 Configuración de llamadas salientes 
 
Elaborado por: Rony Chuquín. 
Por último, en el Trunk se debe configurar el códec y el perfil de seguridad y el perfil 
SIP que ya fue configurado, además se configura la IP del servidor Elastix además de 
un puerto que por defecto se lo deja en UDP 5060. 
Figura A2.12 Configuración del códec para intercambiar llamadas entre PBX 
 
Elaborado por: Rony Chuquín. 
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Lo siguiente es configurar el servidor, para este proyecto se le colocará el nombre 
CUCM-UPS. 
Figura A2.13 Configuración del servidor CUCM-UPS 
 
Elaborado por: Rony Chuquín. 
Cuando se ingresa en CUCM-UPS se pueden crear extensiones y asociarlas a 
dispositivos.  
Figura A2.14 Creación de un dispositivo 
 
Elaborado por: Rony Chuquín. 
Al dar clic en Add New nos aparece una pantalla donde se puede crear un dispositivo 
y ponerle nombre, además de configurar en otros parámetros. 
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Figura A2.15 Creación del dispositivo 
 
Elaborado por: Rony Chuquín. 
Además de configurar el nombre se puede configurar aspectos como dejar el numero 
en anónimo, todas estas configuraciones dependen de la organización así que para la 
implementación se deja todo por defecto. 
Figura A2.16 Configuración del dispositivo 
 
Elaborado por: Rony Chuquín. 
Además de los aspectos antes mencionados también se pueden configurar opciones 
como intentar conectar una videollamada como una llamada de voz. 
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Figura A2.17 Configuración de opciones del dispositivo 
 
Elaborado por: Rony Chuquín. 
Dentro de la información de protocolos de la extensión se puede configurar el 
dispositivo al que se le va a asignar el número, puede ser un softphone o un teléfono 
IP. 
Figura A2.18 Información específica de protocolos del dispositivo 
 
Elaborado por: Rony Chuquín. 
También se puede configurar parámetros como la hora, fecha, ubicación o información 
personal de la persona a la que se va a asignar. 
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Figura A2.19 Configuración de los datos de un dispositivo 
 
Elaborado por: Rony Chuquín. 
Se pueden configurar parámetros adicionales como MLPP (The Multilevel Precedence 
and Preemption) pero como no se tiene configuradas este servicio no se lo configura. 
Figura A2.20 Configuración adicional de un dispositivo 
 
Elaborado por: Rony Chuquín. 
Dependiendo del dispositivo se puede configurar el protocolo de tiempo real y otros 
aspectos de autenticación además de códec a utilizar por defecto. 
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Figura A2.21 Configuración del protocolo RTP 
 
Elaborado por: Rony Chuquín. 
Para poder crear una extensión se debe crear un nombre en el directorio de 
configuración donde se asigna el número de extensiones y el total de extensiones. 
Figura A2.22 Creación de un nombre en el directorio de extensiones 
 
Elaborado por: Rony Chuquín. 
Además de las extensiones se puede dentro de la organización ver el nombre de la 
persona que llama o solamente el numero de la extensión. 
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Figura A2.23 Configuración de visibilidad de ID de una extensión 
 
Elaborado por: Rony Chuquín. 
Cuando ya se tiene creado el directorio se asigna a un dispositivo para su uso. 
Figura A2.24 Asignación de una extensión a un dispositivo 
 
Elaborado por: Rony Chuquín. 




Figura A2.25 Configuración adicional de una extensión 
 
Elaborado por: Rony Chuquín. 
Para las llamadas en cola depende del dispositivo utilizado en este caso las 
configuraciones por defecto se tiene un máximo de 4 llamadas en cola y solo dos ring 
de espera en algunos teléfonos IP se tiene 3 llamadas en cola y 3 ring de espera. 
Figura A2.26 Configuración de las llamadas en espera 
 
Elaborado por: Rony Chuquín. 
Para poder configurar el routing de llamadas se debe crear un pool de dispositivos, 
esto se hace para administrar las personas que se pueden comunicar con la otra PBX. 
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Figura A2.27 Creación de un Pool de dispositivos 
 
Elaborado por: Rony Chuquín. 
En la configuración del Pool tenemos la información general donde se asigna el 
nombre POOL-UPS-sur. 
Figura A2.28 Configuración de un Pool de dispositivos 
 
Elabora por: Rony Chuquín. 
Por último, se debe configurar información del dispositivo y su ubicación además se 
tiene el Local Route Group que sirve para poder comunicar a dos diferentes Pools. 
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Figura A2.29 Información del dispositivo dentro de un Pool 
 
Elaborado por: Rony Chuquín. 
Tabla de Erlang B 
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