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Los protocolos de red son un conjunto de reglas que gobiernan la comunicación entre 
dispositivos que están conectados a una red. Dichas reglas se constituyen de 






Es un protocolo de encaminamiento de vector distancia, propiedad de Cisco 






protocolo de enrutamiento jerárquico de pasarela interior o IGP (Interior Gateway 
Protocol), que usa el algoritmo Dijkstra enlace-estado (LSE – Link State Algorithm) 






Dispositivo que administrador del tráfico de datos que circula en una red de 







Dispositivo de interconexión de redes informáticas que permite interconectar 
redes operando en la capa 2 o de nivel de enlace de datos del modelo OSI y 








Por medio de actividades prácticas el diplomado de profundización cisco CCNP, 
permite verificar y capacitar la importancia e implementación de las redes de una 
manera óptima y ordenada y en el cual el mundo tecnológico tiene un avance muy 
rápido donde surgen nuevas tecnologías, es por eso los especialistas necesitan 
actualizar sus técnicas, capacidades y conocimientos  para demostrar que están 
calificados certificados manteniendo el ritmo del mundo tecnológico, tanto en el 
entorno de la electrónica y las telecomunicaciones y colocando aprueba las 
habilidades practicas  llevando  cabo procesos de planificación, implementación, 
verificación y solución de  problemas de redes que surgen en nuestro entorno. 
 
 







Through practical activities, the Cisco CCNP deepening diploma allows to verify and 
train the importance and implementation of networks in an optimal and orderly way 
and in which the technological world has a very rapid advance where new 
technologies emerge, that is why the specialists need to update their techniques, 
capabilities and knowledge to demonstrate that they are qualified certified keeping 
the pace of the technological world, both in the electronics and telecommunications 
environment and placing approves practical skills carrying out planning, 
implementation, verification and solution processes of network problems that arise 
in our environment. 
 
 










El Diplomado de profundización     CCNP     permitirá evaluar las habilidades y 
competencias por medio del desarrollo de las actividades y configuraciones 
propuestas poniendo a prueba la solución de problemas relacionados con redes. 
 
Para el desarrollo de la prueba de habilidades se implementará dos escenarios por 
medio del software de simulación Packet tracer aplicando lo solicitado Dispositivos 
presentes en cada caso; en el primer escenario se desarrollará configuraciones de 
Protocolos OSPF y EIGRP configurando routers según el direccionamiento IP y 
verificando los mismos mediante comando SHOW IP ROUTE. 
 
En el segundo escenario se realiza la configuración de la topología de red 
configurando switch y terminales por medio de direccionamiento IP, creación de 
puerto etherchannel, configuración de VLAN solicitadas según el escenario, se 
realiza la verificación desde el servidor principal y el funcionamiento correcto de los 



















Figura 2. Simulación de escenario 1 Packet Tracer 
 
 
Fuente: Elaboración propia 
 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en 
los routers. Configurar las interfaces con las direcciones que se muestran en 
la topología de red. 
 
Primeramente, se inicia a configurar cada uno de los enrutadores. R1, R2, R3, R4, 
R5 Se asignan nombre y protocolos de comunicación mediante EIGRP y OSPF y 
área que se designó inicialmente. 
 
Se adjunta código y pantallazos con veracidad del código. 
 
Código de configuración Router R1 
 
R1 
Router>enable         Comando para 
Ingresar a modo privilegiado          
Router#config terminal                            comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname R1                           Comando para 
Asignar nombre al router R1 
R1(config)# 
R1(config)#no ip domain-lookup           Comando para 
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activación de traducción de nombres a dirección 
R1(config)#line con 0        Comando para 
ingresar a configuración de línea de consola  
R1(config-line) #logging synchronous        Comando para 
sincronización del ingreso de comandos  
R1(config-line) #interface s0/0/0          Comando para 
configuración de la interfaz serial o puerto en R1 
R1(config-if) #ip address 150.20.15.0 255.255.255.0    Comando para 
asignación dirección ip según el puerto 
Bad mask /24 for address 150.20.15.0      Comando para 
sistema confirma asignación de mascara subred /24 
R1(config-if) #no shutdown        Comando para 
levantar el puerto anteriormente configurado 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to down El sistema 
confirma configuración en el puerto de interfaz s/0/0/0 en el router R1 
 
 
De Igual manera se realiza la configuración de los otros routers según los puertos 
asignados y direcciones ip designadas en cada uno de los router. 
 
Figura 3. Configuración direccionamiento R1 
 
 








Router>enable        Comando para 
Ingresar a modo privilegiado           
Router#config terminal        Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname R2       Comando para 
asignar nombre al router R2 
R2(config)#no ip domain-lookup      Comando para 
activación de traducción de nombres a dirección 
R2(config)#line con 0        Comando para 
ingresar a configuración de línea de consola  
R2(config-line) #logging synchronous      Comando para 
sincronización del ingreso de comandos  
R2(config-line) #interface s0/0/0       Comando para 
configuración de la interfaz serial 
R2(config-if) #ip address 150.20.15.1 255.255.255.0    Comando para 
asignación dirección ip según el puerto 
R2(config-if) # no shutdown       Comando para 
levantar el puerto anteriormente configurado 
R2(config-if) # 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
R2(config-if) #interface s0/0/1       Comando para 
configuración de la interfase serial  
R2(config-if) #ip address 150.20.20.0 255.255.255.0    Comando para 
asignación dirección ip según el puerto 
Bad mask /24 for address 150.20.20.0 
R2(config-if) #no shutdown        Comando para 
levantar el puerto anteriormente configurado 













Figura 4. Configuración direccionamiento R2 
 
 




Router#config ter         Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname R3       Comando para 
asignar nombre al router R3 
R3(config)#no ip domain-lookup       Comando para 
activación de traducción de nombres a dirección 
R3(config)#line con 0        Comando para 
ingresar a configuración de línea de consola  
R3(config-line) #logging synchronous      Comando para 
sincronización del ingreso de comandos  
R3(config-line) #interface s0/0/0       Comando para 
configuración de la interfaz serial 
R3(config-if) #ip address 150.20.20.1 255.255.255.0    Comando para 
asignación dirección ip según el puerto 
R3(config-if) #no shutdown        Comando para 
levantar el puerto anteriormente configurado 
R3(config-if) # 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
R3(config-if) # 




R3(config-if) #interface s0/0/1       Comando para 
configuración de la interfaz serial 
R3(config-if) #ip address 80.50.42.0 255.255.255.0    Comando para 
asignación dirección ip según el puerto 
Bad mask /24 for address 80.50.42.0 
R3(config-if) #no shutdown        Comando para 
levantar el puerto anteriormente configurado 
 
Figura 5. Configuración direccionamiento R3 
 
 




Router>en          Comando para 
Ingresar a modo privilegiado          
Router#config ter        Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#Hostname R4 
R4(config)#no ip domain-lookup       Comando para 
activación de traducción de nombres a dirección 
R4(config)#line con 0        Comando para 
ingresar a configuración de línea de consola  
R4(config-line) #logging synchronous     Comando para 
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sincronización del ingreso de comandos  
R4(config-line) #interface s0/0/0       Comando para 
configuración de la interfaz serial  
R4(config-if) #ip address 80.50.42.1 255.255.255.0    Comando para 
asignación dirección ip según el puerto 
R4(config-if) #no shutdown       Comando para 
levantar el puerto anteriormente configurado 
R4(config-if) # 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
R4(config-if) #interface s0/0/1       Comando para 
configuración de la interfaz serial 
R4(config-if) # 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, changed state to 
up 
R4(config-if) #ip address 80.50.30.0 255.255.255.0    Comando para 
configuración de la interfaz serial 
Bad mask /24 for address 80.50.30.0 
R4(config-if) #no shutdown        Comando para 
levantar el puerto anteriormente configurado 
%LINK-5-CHANGED: Interface Serial0/0/1, changed state to down 
R4(config-if) # 
 
Figura 6. Configuración direccionamiento R4 
 
 






Router>enable         Comando para 
Ingresar a modo privilegiado          
Router#config terminal        Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname R5       Comando para 
asignar nombre al router R5 
R5(config)#no ip domain-lookup       Comando para 
activación de traducción de nombres a dirección 
R5(config)#line con 0        Comando para 
ingresar a configuración de línea de consola  
R5(config-line) #logging synchronous      Comando para 
sincronización del ingreso de comandos  
R5(config-line) #interface s0/0/0       Comando para 
configuración de la interfaz serial 
R5(config-if) #ip address 172.19.45.2 255.255.255.0    Comando para 
configuración de la interfaz serial 
R5(config-if) #no shutdown        Comando para 
levantar el puerto anteriormente configurado 
 
Figura 7. Configuración direccionamiento R5 
 
 










R1>en           Comando para 
Ingresar a modo privilegiado          
R1#config ter          Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R1(config)#router ospf 1        Comando para 
asignación de enrutamiento ospf  
R1(config-router) #network 150.20.15.0 0.0.0.255 área 150   Comando para 
asignación de nueva red asignada en el ara 150 
R1(config-router) # 
 
Figura 8. Configuración protocolo OSPF Asignación área 150 en R1 
 
 




R2>en           Comando para 
Ingresar a modo privilegiado          
R2#config ter          Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R2(config)#router ospf 1       Comando para 
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asignación de enrutamiento ospf 
R2(config-router) #network 150.20.15.0 0.0.0.255 area 150   Comando para 
asignación de nueva red asignada en el ara 150 
R2(config-router) #network 150.20.20.0 0.0.0.255 area 150   Comando para 
asignación de nueva red asignada en el ara 150 
R2(config-router) # 
 
Figura 9. Configuración protocolo OSPF Asignación área 150 en R2 
 
 
Fuente: Elaboración propia 
 
Router R3 
R3>en           Comando para 
Ingresar a modo privilegiado          
R3#config ter          Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R3(config)#router ospf 1        Comando para 
asignación de enrutamiento ospf 
R3(config-router) #network 150.20.20.0 0.0.0.255 area 150   Comando para 
asignación de nueva red asignada en el ara 150 
R3(config-router) #exit 
R3(config)#router eigrp 51        Comando para 
configuración de enrutamiento para eigrp con asignación 51  
R3(config-router) #network 80.50.42.0      Comando para 




Figura 10. Configuración protocolo OSPF Asignación área 150 y protocolo 
eigrp en R3 
 
 
Fuente: Elaboración propia 
 
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 20.1.0.0/22 y configure esas interfaces para participar en el área 150 
de OSPF. 
 
Creación de las interfaces Loopback en Router 1 y configuración de participación 
en area 150 OSPF 
 
R1>enable          Comando para 
Ingresar a modo privilegiado          
R1#config term         Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R1(config)#interface loopback 0       Comando para 
creación de interfaz red virtual con denominación 0 
R1(config-if) #ip address 20.1.3.2 255.255.252.0    Comando para 
asignación de IP y mascara de subred a la interfaz de red virtual 0 
R1(config-if) #interface loopback 1      Comando para 
creación de interfaz red virtual con denominación 1 
           R1(config-if) # 
%LINK-5-CHANGED: Interface Loopback1, changed state to up 




R1(config-if) #ip address 20.1.4.2 255.255.252.0    Comando para 
asignación de IP y mascara de subred a la interfaz de red virtual 1 
R1(config-if) #interface loopback 2      Comando para 
creación de interfaz red virtual con denominación 2 
           R1(config-if) # 
%LINK-5-CHANGED: Interface Loopback2, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback2, changed state 
to up 
R1(config-if) #ip address 20.1.5.2 255.255.252.0    Comando para 
asignación de IP y mascara de subred a la interfaz de red virtual 2 
% 20.1.4.0 overlaps with Loopback1 
R1(config-if) # 
R1(config-if) #interface loopback 3      Comando para 
creación de interfaz red virtual con denominación 3 
R1(config-if) # 
%LINK-5-CHANGED: Interface Loopback3, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback3, changed state 
to up 
R1(config-if) #ip address 20.1.6.2 255.255.252.0    Comando para 
asignación de IP y mascara de subred a la interfaz de red virtual 3 




%SYS-5-CONFIG_I: Configured from console by console 
 
Figura 11. Configuración de 4 interfaces Loopback En R1 
 
Fuente: Elaboración propia 
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R1#config ter         Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R1(config)#router Ospf 1        Comando para 
asignación de enrutamiento ospf 
R1(config-router) #network 20.0.3.0 0.0.0.255 area 150   Comando para 
asignación de nueva red asignada en el ara 150  
R1(config-router) #network 20.0.4.0 0.0.0.255 area 150   Comando para 
asignación de nueva red asignada en el ara 150 
R1(config-router) #network 20.0.5.0 0.0.0.255 area 150   Comando para 
asignación de nueva red asignada en el ara 150 
R1(config-router) #network 20.0.6.0 0.0.0.255 area 150   Comando para 
asignación de nueva red asignada en el ara 150 
R1(config-router) # 
 
Figura 12. Configuración de 4 interfaces Loopback En R1 en el área 150 
 
 
Fuente: Elaboración propia 
 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 180.5.0.0/22 y configure esas interfaces para participar en el Sistema 
Autónomo EIGRP 51. 
 
Creación de interfaces loopback en Router 5 
 
R5>en          Comando para 
Ingresar a modo privilegiado          
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R5#config terminal         Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R5(config)#interface loopback 0       Comando para 
creación de interfaz red virtual con denominación 0 
           R5(config-if) # 
%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, changed state 
to up 
R5(config-if) #ip address 180.5.20.1 255.255.252.0    Comando para 
asignación de IP y mascara de subred a la interfaz de red virtual 0 
R5(config-if) #interface loopback 1      Comando para 
creación de interfaz red virtual con denominación 1 
R5(config-if) # 
%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, changed state 
to up 
R5(config-if) #ip address 180.5.30.1 255.255.252.0    Comando para 
asignación de IP y mascara de subred a la interfaz de red virtual 1 
R5(config-if) #interface loopback 2      Comando para 
creación de interfaz red virtual con denominación 2 
R5(config-if) # 
%LINK-5-CHANGED: Interface Loopback2, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback2, changed state 
to up 
R5(config-if) #ip address 180.5.40.1 255.255.252.0    Comando para 
asignación de IP y mascara de subred a la interfaz de red virtual 2 
R5(config-if) #interface loopback 3      Comando para 
creación de interfaz red virtual con denominación 3 
R5(config-if) # 
%LINK-5-CHANGED: Interface Loopback3, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback3, changed state 
to up 
R5(config-if) #ip address 180.5.50.1 255.255.252.0    Comando para 
asignación de IP y mascara de subred a la interfaz de red virtual 3 
R5(config-if) #exit 
R5(config)#router eigrp 51       Comando para 
configuración de enrutamiento para eigrp con asignación 51  
R5(config-router) #auto-summary      Comando para 
habilitación de summary automática 
R5(config-router) #network 180.5.0.0 255.255.252.0    Comando para 
asignación de nueva red  
R5(config-router) #exit 
R5(config)# 
%SYS-5-CONFIG_I: Configured from console by console. 
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Figura 13. Configuración de 4 interfaces Loopback En R5 
 
 
Fuente: Elaboración propia 
 
4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
 
En la tabla de enrutamiento del router 3 se evidencia que está aprendiendo de las 
nuevas interfaces loopback. 
 
Figura 14. Verificación mediante el comando Show Ip Route proceso de configuración. 
 
 
Fuente: Elaboración propia 
 
27  
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
80000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo. 
 
Configuración de rutas eigrp en ospf costo 80000 y restribución de rutas ospf en 
eigrp. 
Figura 15. Redistribución de Protocolos OSPF y EIGRP 
 
 




R3#config ter          Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line. End with CNTL/Z. 
R3(config)#router eigrp 51        Comando para 
configuración de enrutamiento para eigrp con asignación 51  
R3(config-router) #redistribute ospf 1 metric 80000 100 255 1 1500 Comando para 
retribución de enrutamiento ospf con métricas asignadas 
R3(config-router) #exit 
R3(config)#router ospf 1        Comando para 
configuración de enrutamiento ospf 
R3(config-router) #log-adjacency-changes     Comando para 
cambios de alto nivel enrutamiento ospf 
R3(config-router) # 
R3(config-router) #redistribute eigrp 51 subnets     Comando para 
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retribución eigrp 51 con subnet  
R3(config-router) #exit 
R3(config)#router eigrp 51        Comando para 
configuración de enrutamiento para eigrp con asignación 51  
R3(config-router) #redistribute ospf 1 metric 1544000 22000 255 1 1500 Comando 




6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en 
su tabla de enrutamiento mediante el comando show ip route. 
 
Figura 16. Verificación Tabla de enrutamiento R5 
 
 













Figura 17. Verificación Tabla de enrutamiento R1 
 
 
Fuente: Elaboración propia 
 
2. Escenario 2 
 
Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que 
forman parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman 
parte del escenario propuesto. 
 





Figura 19. Simulación de escenario 2 Gns3 
 
 
Fuente: Elaboración propia 
 
Parte 1: Configurar la red de acuerdo con las especificaciones.  
 





DLS1#conf ter         Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#interface range e0/0-3, e1/0, e3/0-1   Comando de 
rangos de interfaces ethernet a apagar 













Figura 20. Interfaces apagadas en Switch DLS1. 
 
 





DLS2#conf term         Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#interface range e0/0-3, e1/0, e3/0-1   Comando de 
rangos de interfaces ethernet a apagar 








ALS1#conf ter         Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line.  End with CNTL/Z. 
ALS1(config)#interface range e0/0-3, e1/0     Comando de 
rangos de interfaces ethernet a apagar 










ALS2#conf term         Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line.  End with CNTL/Z. 
ALS2(config)#interface range e0/0-3, e1/0     Comando de 
rangos de interfaces ethernet a apagar 





Figura 21. Interfaces apagadas en Switch ALS2. 
 
 
Fuente: Elaboración propia 
 





DLS1#Conf ter         Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1(config)#hostname DLS1       Comando para 





Figura 22. Asignación Nombre Switch DLS1 
 
 




DLS2#conf ter         Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#hostname DLS2       Comando para 
asignar nombre al switch 
DLS2(config)#exit 
 
Figura 23. Asignación Nombre Switch DLS2 
 
 





ALS1#conf ter        Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line.  End with CNTL/Z. 
ALS1(config)#hostname ALS1       Comando para 
asignar nombre al switch 
ALS1(config)#exit 
 
Figura 24. Asignación Nombre Switch ALS1 
 
 
Fuente: Elaboración propia 
ALS2 
 
ALS2#CONF TER        Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line.  End with CNTL/Z. 
ALS2(config)#hostname ALS2      Comando para 













Figura 25. Asignación Nombre Switch ALS2 
 
 
Fuente: Elaboración propia 
 
c. Configurar los puertos troncales y Port-channels tal como se muestra en el           
diagrama. 
 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando LACP. 





DLS1#configure terminal        Comando para 
Ingresar a modo de configuración 
DLS1(config)#interface e3/0 
DLS1(config-if) #no switchport       Comando para 
desactivar los puertos del switch 
DLS1(config-if) #channel-group 12 mode on    Comando para 
configurar el puerto ethernet en modo activo para el grupo 12 
DLS1(config-if) #no shutdown      Comando para 
encender la interfaz 
DLS1(config-if) #exit 
DLS1(config)#interface e3/1 
DLS1(config-if) #no switchport      Comando para 
desactivar los puertos del switch 
DLS1(config-if) #channel-group 12 mode on    Comando para 
configurar el puerto ethernet en modo activo para el grupo 12 
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DLS1(config-if) #no shutdown      Comando para 
encender la interfaz 
DLS1(config-if) #exit 
DLS1(config)#interface port-channel 12     Comando para 
acceder al port channel 12 
DLS1(config-if) #ip add 10.20.20.1 255.255.255.252      Comando para 
agregar la dirección ip junto con su máscara 
DLS1(config-if) #no shutdown      Comando para 




 Figura 26. Configuración Direccionamiento IP EtherChannel Switch DLS1 
 
 
Fuente: Elaboración propia 
DLS2 
 
DLS2#configure terminal        Comando para 




DLS2(config-if) #no switchport       Comando para 
desactivar los puertos del switch 
DLS2(config-if) #channel-group 12 mode on    Comando para 
configurar el puerto ethernet en modo activo para el grupo 12 
DLS2(config-if) #no shutdown      Comando para 
encender la interfaz 
DLS2(config-if) #exit 
DLS2(config)#interface e3/1 
DLS2(config-if) #no switchport      Comando para 
desactivar los puertos del switch 
DLS2(config-if) #channel-group 12 mode on    Comando para 
configurar el puerto ethernet en modo activo para el grupo 12 
DLS2(config-if) #no shutdown      Comando para 
encender la interfaz 
DLS2(config-if) #exit 
DLS2(config)#interface port-channel 12     Comando para 
acceder al port channel 12 
DLS2(config-if) #ip add 10.20.20.2 255.255.255.252   Comando para 
agregar la dirección ip junto con su máscara 
DLS2(config-if) #no shutdown      Comando para 




 Figura 27. Configuración Direccionamiento IP EtherChannel Switch DLS2 
  
 
Fuente: Elaboración propia 
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 DLS1#configure terminal 
 DLS1(config)#interface range e0/1-2      Comando para 
realizar un rango de puertos ethernet 
 DLS1(config-if-range) #switchport trunk encapsulación dot1q  Comando para 
encapsular el puerto 
 DLS1(config-if-range) #switchport mode trunk     Comando para 
habilitar el puerto en modo troncal 
 DLS1(config-if-range) #channel-group 1 mode active    Comando para 
agregar el puerto a un canal en modo activo 
 DLS1(config-if-range) #no shutdown       Comando para 
encender la interfaz 
 DLS1(config-if-range) #exit 
 DLS1(config)# 
 
 Figura 28. Asignación interfaces Fa0/8 y Fa0/7 a LACP en switch DLS1 
 
 





DLS2#configure terminal       Comando para 
Ingresar a modo de configuración 
DLS2(config)#interface range e0/1-2      Comando para 
realizar un rango de puertos ethernet 
DLS2(config-if-range) #switchport trunk encapsulación dot1q Comando para 
encapsular el puerto 
DLS2(config-if-range) #switchport mode trunk   Comando para 
habilitar el puerto en modo troncal 
DLS2(config-if-range) #channel-group 2 mode active   Comando para 
agregar el puerto a un canal en modo activo 
DLS2(config-if-range) #no shutdown     Comando para 
encender la interfaz 
 
 Figura 29. Asignación interfaces Fa0/8 y Fa0/7 a LACP en Switch DLS2  
 
 





ALS1#configure terminal       Comando para 
Ingresar a modo de configuración 
ALS1(config)#interface range e0/1-2     Comando para 
realizar un rango de puertos ethernet 
ALS1(config-if-range) #switchport trunk encapsulación dot1q  Comando para 
encapsular el puerto 
ALS1(config-if-range) #switchport mode trunk    Comando para 
habilitar el puerto en modo troncal      
ALS1(config-if-range) #channel-group 1 mode passive  Comando para 
agregar el puerto a un canal en modo pasivo 
ALS1(config-if-range) #no shutdown     Comando para 
encender la interfaz 
               
Figura 30. Asignación interfaces Fa0/8 y Fa0/7 a LACP en Switch ALS1 
  
 




ALS2#configure terminal        Comando para 
Ingresar a modo de configuración 
ALS2(config)#interface range e0/1-2     Comando para 
realizar un rango de puertos ethernet 
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ALS2(config-if-range) #switchport trunk encapsulation dot1q  Comando para 
encapsular el puerto 
ALS2(config-if-range) #switchport mode trunk    Comando para 
habilitar el puerto en modo troncal      
ALS2(config-if-range) #channel-group 2 mode passive  Comando para 
agregar el puerto a un canal en modo pasivo 
ALS2(config-if-range) #no shutdown     Comando para 
encender la interfaz 
ALS2(config-if-range) #EXIT 
  
 Figura 31. Asignación interfaces Fa0/8 y Fa0/7 a LACP en Switch ALS2 
 
 
Fuente: Elaboración propia 
 




DLS1#configure terminal        Comando para 
Ingresar a modo de configuración 
DLS1(config)#interface range e1/0, e0/3     Comando para 
realizar un rango de puertos ethernet     
DLS1(config-if-range) #switchport trunk encapsulation dot1q  Comando para 
encapsular y habilitar el puerto en modo troncal  
DLS1(config-if-range) #switchport mode trunk     Comando para 
habilitar el puerto en modo troncal                   
DLS1(config-if-range) #channel-group 4 mode desirable   Comando para 
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agregar el puerto a un canal en modo deseable 
DLS1(config-if-range) #no shutdown                                  Comando para 
encender la interfaz 
DLS1(config-if-range) #exit 
DLS1(config)#interface po4        Comando para 
ingresar el puerto port-channel 
DLS1(config-if) #switchport trunk encapsulation dot1q               Comando para 
habilitar el puerto en modo troncal 
DLS1(config-if) #switchport mode trunk      Comando para 
habilitar el puerto en modo troncal      
DLS1(config-if) #exit                                                                     
DLS1(config)# 
 
Figura 32. Asignación interfaces Fa0/9 y Fa0/10 a PAgP en Switch DLS1 
 
 
Fuente: Elaboración propia 
DLS2 
 
DLS2#conf ter         Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2(config)#interface range e1/0, e0/3     Comando para 
realizar un rango de puertos ethernet     
DLS2(config-if-range) #switchport trunk encapsulation dot1q Comando para 
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encapsular y habilitar el puerto en modo troncal  
DLS2(config-if-range) #switchport mode trunk   Comando para 
habilitar el puerto en modo troncal                   
DLS2(config-if-range) #channel-group 3 mode desirable   Comando para 
agregar el puerto a un canal en modo deseable 
DLS2(config-if-range) #no shutdown      Comando para 
encender la interfaz 
DLS2(config-if-range) #exit 
DLS2(config)#interface po3       Comando para 
ingresar el puerto port-channel 
DLS2(config-if) #switchport trunk encapsulation dot1q   Comando para 
habilitar el puerto en modo troncal 
DLS2(config-if) #switchport mode trunk     Comando para 
habilitar el puerto en modo troncal      
DLS2(config-if) #exit 
DLS2(config)#interface po3      Comando para 
ingresar el puerto port-channel 
DLS2(config-if) #switchport trunk encapsulation dot1q   Comando para 
habilitar el puerto en modo troncal 
DLS2(config-if) #switchport mode trunk     Comando para 




Figura 33. Asignación interfaces Fa0/9 y Fa0/10 a PAgP en Switch DLS2 
 
 





ALS1#configure terminal       Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line.  End with CNTL/Z. 
ALS1(config)#interface range e1/0, e0/3    Comando para 
realizar un rango de puertos ethernet               
ALS1(config-if-range) #switchport trunk encapsulation dot1q Comando para 
encapsular y habilitar el puerto en modo troncal  
ALS1(config-if-range) #switchport mode trunk   Comando para 
habilitar el puerto en modo troncal                       
ALS1(config-if-range) #channel-group 3 mode auto   Comando para 
agregar el puerto a un canal en modo automático              
ALS1(config-if-range) #no shutdown     Comando para 
encender la interfaz 
ALS1(config-if-range) #exit 
ALS1(config)#interface po3      Comando para 
ingresar el puerto port-channel 
ALS1(config-if) #switchport trunk encapsulation dot1q  Comando para 
habilitar el puerto en modo troncal 
ALS1(config-if) #switchport mode trunk     Comando para 
habilitar el puerto en modo troncal      
 
Figura 34. Asignación interfaces Fa0/9 y Fa0/10 a PAgP en Switch ALS1 
 
 





ALS2#configure terminal       Comando para 
Ingresar a modo de configuración 
Enter configuration commands, one per line.  End with CNTL/Z. 
ALS2(config)#interface range e1/0, e0/3     Comando para 
realizar un rango de puertos ethernet               
ALS2(config-if-range) #switchport trunk encapsulation dot1q   Comando para 
encapsular y habilitar el puerto en modo troncal  
ALS2(config-if-range) #switchport mode trunk    Comando para 
habilitar el puerto en modo troncal                       
ALS2(config-if-range) #channel-group 4 mode auto   Comando para 
agregar el puerto a un canal en modo automático              
ALS2(config-if-range) #no shutdown     Comando para 
encender la interfaz 
ALS2(config-if-range) #exit 
ALS2(config)#interface po4      Comando para 
ingresar el puerto port-channel 
ALS2(config-if) #switchport trunk encapsulation dot1q Comando para habilitar el 
puerto en modo troncal 
ALS2(config-if) #switchport mode trunk                           Comando para 




Figura 35. Asignación interfaces Fa0/9 y Fa0/10 a PAgP en Switch ALS2 
 
 
Fuente: Elaboración propia 
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DLS1#configure terminal        Comando para 
Ingresar a modo de configuración 
DLS1(config)#interface po1       Comando para 
ingresar el puerto port-channel 
DLS1(config-if) #switchport trunk native vlan 500    Comando para 
asignar la vlan 500 al puerto troncal 
DLS1(config-if) #exit  
DLS1(config)#interface po4      Comando para 
ingresar al puerto port-channel 
DLS1(config-if) #switchport trunk native vlan 500    Comando para 
asignar la vlan 500 al puerto troncal 
DLS1(config-if) # 
 
Figura 36. Asignación VLAN 500 como Vlan Nativa en DLS1 
 
 





DLS2#configure terminal       Comando para 
Ingresar a modo de configuración 
DLS2(config)#interface po2      Comando para 
ingresar el puerto port-channel 
DLS2(config-if) #switchport trunk native vlan 500    Comando para 
asignar la vlan 500 al puerto troncal 
DLS2(config-if) # 
DLS2(config)#interface po3      Comando para 
ingresar al puerto port-channel  
DLS2(config-if) #switchport trunk native vlan 500   Comando para 
asignar la vlan 500 al puerto troncal 
DLS2(config-if) # 
 
Figura 37. Asignación VLAN 500 como Vlan Nativa en DLS2 
 
 




ALS1#configure terminal       Comando para 
Ingresar a modo de configuración 
ALS1(config)#interface po1      Comando para 
ingresar el puerto port-channel         
ALS1(config-if) #switchport trunk native vlan 500    Comando para 




ALS1(config)#interface po3      Comando para 
ingresar al puerto port-channel 
ALS1(config-if) #switchport trunk native vlan 500    Comando para 
asignar la vlan 500 al puerto troncal 
 
Figura 38. Asignación VLAN 500 como Vlan Nativa en ALS1 
 
 




ALS2(config)#interface po2      Comando para 
ingresar el puerto port-channel          
ALS2(config-if) #switchport trunk native vlan 500   Comando para 
asignar la vlan 500 al puerto troncal 
ALS2(config-if) # EXIT 
ALS2(config)#interface po4                                 Comando para 
ingresar al puerto port-channel 
ALS2(config-if) #switchport trunk native vlan 500   Comando para 






Figura 39. Asignación VLAN 500 como Vlan Nativa en ALS2 
 
 
Fuente: Elaboración propia 
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3  





DLS1#configure terminal        Comando para 
Ingresar a modo de configuración 
DLS1(config)#vtp domain CISCO      Comando para 
configurar el nombre de dominio 
DLS1(config)#vtp password ccnp321     Comando para 
asignar una contraseña 
DLS1(config)#vtp version 3       Comando para 







Figura 40. Asignación dominio y contraseña a DLS1 
 
 





ALS2#configure terminal        Comando para 
Ingresar a modo de configuración 
ALS2(config)#vtp domain CISCO      Comando para 
configurar el nombre de dominio 
ALS2(config)#vtp password ccnp321     Comando para 
asignar una contraseña 
ALS2(config)#vtp version 3       Comando para 











Figura 41. Asignación dominio y contraseña a ALS2 
 
 




ALS1#configure terminal        Comando para 
Ingresar a modo de configuración 
ALS1(config)#vtp domain CISCO      Comando para 
configurar el nombre de dominio 
LS1(config)#vtp password ccnp321     Comando para 
asignar una contraseña 
ALS1(config)#vtp version 3       Comando para 














Figura 42. Asignación dominio y contraseña a ALS1 
 
 
Fuente: Elaboración propia 
 




DLS1#configure terminal         Comando para 
Ingresar a modo de configuración 
DLS1(config)#vtp domain server       Comando para 
asignar el switch como servidor principal 
DLS1(config)# 
 
Figura 43. Asignación DLS1 como servidor principal  
 
 
Fuente: Elaboración propia 
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ALS1#configure terminal         Comando para 
Ingresar a modo de configuración 
ALS1(config)#vtp mode cliente       Comando para 
asignar el switch como cliente vtp 
ALS1(config)# 
 
Figura 44. Configuración ALS1 como cliente VTP  
 
 




ALS2#configure terminal        Comando para 
Ingresar a modo de configuración 
ALS2(config)#vtp mode client       Comando para 









Figura 45. Configuración ALS2 como cliente VTP  
 
 
Fuente: Elaboración propia 
 
E. Configurar en el servidor principal las siguientes VLAN:  
 
Número de VLAN  Nombre de VLAN  Número de VLAN  Nombre de VLAN  
600  NATIVA  420  PROVEEDORES  
15 ADMON  100  SEGUROS  
240  CLIENTES  1050  VENTAS  





DLS1#vtp primary       Comando para 
asignar el switch como vtp primario 
DLS1(config)#vlan 600       Comando para 
crear la vlan 
DLS1(config-vlan) #name NATIVA     Comando para 
crear el nombre de la vlan 
DLS1(config-vlan) #exit 
DLS1(config)#vlan 15       Comando para 
crear la vlan 
DLS1(config-vlan) #name ADMON      Comando para 
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crear el nombre de la vlan 
DLS1(config-vlan) #exit 
DLS1(config)#vlan 240        Comando para 
crear la vlan 
DLS1(config-vlan) #name CLIENTES     Comando para 
crear el nombre de la vlan 
DLS1(config-vlan) #exit 
DLS1(config)#vlan 1112       Comando para 
crear el nombre de la vlan 
DLS1(config-vlan) #name MULTIMEDIA    Comando para 
crear el nombre de la vlan 
DLS1(config-vlan) #exit 
DLS1(config)#vlan 420        Comando para 
crear la vlan 
DLS1(config-vlan) #name PROVEEDORES    Comando para 
crear el nombre de la vlan 
DLS1(config-vlan) #exit 
DLS1(config)#vlan 100        Comando para 
crear la vlan 
DLS1(config-vlan) #name SEGUROS     Comando para 
crear el nombre de la vlan 
DLS1(config-vlan) #exit 
DLS1(config)#vlan 1050       Comando para 
crear la vlan 
DLS1(config-vlan) #name VENTAS      Comando para 
crear el nombre de la vlan 
DLS1(config-vlan) #exit 
DLS1(config)#vlan 3550       Comando para 
crear la vlan 
DLS1(config-vlan) #name PERSONAL    Comando para 

















Figura 46. Configuración VLAN en DLS1 servidor principal. 
 
 








DLS1#configure terminal       Comando para 
Ingresar a modo de configuración 
DLS1(config)#vlan 420       Comando 
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para acceder a la vlan 
DLS1(config-vlan) #state suspend     Comando 




Figura 47. Suspensión Vlan 420 en DLS1 
 
 
Fuente: Elaboración propia 
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g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 





DLS2#configure terminal       Comando para 
Ingresar a modo de configuración 
DLS2(config)#vtp version 2      Comando para 
la configuración de vtp en version 2 
DLS2(config)#vtp mode transparent     Comando para 
seleccionar el vtp en modo transparente 
DLS2(config)#vlan 600        Comando parar 
crear la vlan 
DLS2(config-vlan) #name NATIVA                        Comando para 
asignar el nombre de la vlan 
DLS2(config-vlan) #exit 
DLS2(config)#vlan 15       Comando parar 
crear la vlan 
DLS2(config-vlan) #name ADMON     Comando para 
asignar el nombre de la vlan 
DLS2(config-vlan) #exit 
DLS2(config)#vlan 240       Comando parar 
crear la vlan 
DLS2(config-vlan) #name CLIENTES     Comando para 
asignar el nombre de la vlan 
DLS2(config-vlan) #exit 
DLS2(config)#vlan 1112       Comando parar 
crear la vlan 
DLS2(config-vlan) #name MULTIMEDIA     Comando para 
asignar el nombre de la vlan 
DLS2(config-vlan) #exit 
DLS2(config)#vlan 420       Comando parar 
crear la vlan 
DLS2(config-vlan) #name PROVEEDORES    Comando para 
asignar el nombre de la vlan 
DLS2(config-vlan) #exit 
DLS2(config)#vlan 100       Comando parar 
crear la vlan 
DLS2(config-vlan) #name SEGUROS     Comando para 
asignar el nombre de la vlan 
DLS2(config-vlan) #exit 
DLS2(config)#vlan 1050       Comando parar 
crear la vlan 
DLS2(config-vlan) #name VENTAS     Comando para 
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asignar el nombre de la vlan 
DLS2(config-vlan) #exit  
DLS2(config)#vlan 3550       Comando parar 
crear la vlan 
DLS2(config-vlan) #name PERSONAL     Comando para 
asignar el nombre de la vlan 
DLS2(config-vlan) #exit 
 
Figura 48. Configuración VTP v2 DLS2 según Vlan Iniciales  
 
 
Fuente: Elaboración propia 
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h. Suspender VLAN 420 en DLS2.  
 
En DLS2. 
DLS2#configure terminal        Comando para 
Ingresar a modo de configuración 
DLS2(config)#vlan 420       Comando para 
acceder a la vlan 
DLS2(config-vlan) #state suspend     Comando para 




Figura 49. Suspensión Vlan 420 en DLS2 
 
 
Fuente: Elaboración propia 
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i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de PRODUCCION no 
podrá estar disponible en cualquier otro Switch de la red.  
  
En DLS2. 
DLS2#configure terminal        Comando para 
Ingresar a modo de configuración 
DLS2(config)#vlan 567       Comando para 
crear la vlan 
DLS2(config-vlan) #name PRODUCCION               Comando para 
asignar el nombre de la vlan 
DLS2(config-vlan) #exit 
DLS2(config)#interface po2                                   Comando para 
acceder al puerto port-channel 
DLS2(config-if) #switchport trunk allowed vlan except 567       Comando para 
agregar la restricción al enlace troncal en el port-channel 
DLS2(config-if) #exit 
DLS2(config)#interface po3                      Comando para 
acceder al puerto port-channel 
DLS2(config-if) #switchport trunk allowed vlan except 567       Comando para 
Se agrega la restricción al enlace troncal en el port-channel 
DLS2(config-if) #exit 
 
Figura 50. Creación Vlan 567 con nombre Producción Configurada en DLS2 
 
  
Fuente: Elaboración propia 
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j. Configurar DLS1 como Spanning tree root para las VLANs 1, 12, 420, 600, 1050, 
1112 y 3550 y como raíz secundaria para las VLAN 100 y 240.  
 
DLS1#configure terminal        Comando para 
Ingresar a modo de configuración 
DLS1(config)#spanning-tree vlan 1,12,420,600,1050,1112,3550 root primary 
Comando para configurar la raiz primaria en el switch 
DLS1(config)#spanning-tree vlan 100,240 root secondary                 Comando para 
configurar la raiz secundaria en el switch 
DLS1(config)#exit 
 




Fuente: Elaboración propia 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 100 y 240 y como una 
raíz secundaria para las VLAN 15, 420, 600, 1050, 11112 y 3550.  
 
DLS2#configure terminal        Comando para 
Ingresar a modo de configuración 
DLS2(config)#spanning-tree vlan 100,240 root primary   Comando para 
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la configuración de la raiz primaria en el switch 
DLS2(config)#spanning-tree vlan 15,420,600,1050,1112,3550 root secondary   
Comando para la configuración de la raiz secundaria en el switch 
DLS2(config)#EXIT 
 
Figura 52. Configurar DLS2 Spanning tree root para las VLANs primarias y 
secundarias según asignación. 
  
 
Fuente: Elaboración propia 
  
l. Configurar todos los puertos como troncales de tal forma que solamente las VLAN 




DLS1#configure terminal         Comando para 
Ingresar a modo de configuración 
DLS1(config)#interface po1       Comando para 
acceder al puerto port-channel 
DLS1(config-if) #switchport trunk allowed vlan 1,15,100,240,420,600,1050,1112,3550 
Comando para agregar el permiso para que las vlan circulen a través de los puertos 
troncales  
DLS1(config-if) #exit 
DLS1(config)#interface po4                                                                   Comando para 
acceder al puerto port-channel 
 
64  
DLS1(config-if) #switchport trunk allowed vlan 1,15,100,240,420,600,1050,1112,3550                 




Figura 53. Asignación de Puertos Troncales en DLS1 
 
 




DLS2#configure terminal         Comando para 
Ingresar a modo de configuración 
DLS2(config)#interface po2                                                             Comando para 
acceder al puerto port-channel  
DLS2(config-if) #switchport trunk allowed vlan 1,15,100,240,420,600,1050,1112,3550                    
Comando para agregar el permiso para que las vlan circulen a través de los puertos 
troncales 
DLS2(config-if) #exit 
DLS2(config)#interface po3                                                             Comando para 
acceder al puerto port-channel 
DLS2(config-if) #switchport trunk allowed vlan 1,15,100,240,420,600,1050,1112,3550               






Figura 54. Asignación de Puertos Troncales en DLS2 
 
 




ALS1#configure terminal         Comando para 
Ingresar a modo de configuración 
ALS1(config)#interface po1       Comando para 
acceder al puerto port-channel  
ALS1(config-if) #switchport trunk allowed vlan 1,15,100,240,420,600,1050,1112,3550                 
Comando para agregar el permiso para que las vlan circulen a través de los puertos 
troncales 
ALS1(config-if) #exit  
ALS1(config)#interface po3                                                                  Comando para 
acceder al puerto port-channel  
ALS1(config-if) #switchport trunk allowed vlan 1,15,100,240,420,600,1050,1112,3550                  







Figura 55. Asignación de Puertos Troncales en ALS1 
 
 




ALS2#configure terminal         Comando para 
Ingresar a modo de configuración 
ALS2(config)#interface po2                                                             Comando para 
acceder al puerto port-channel  
ALS2(config-if) #switchport trunk allowed vlan 1,15,100,240,420,600,1050,1112,3550          
Comando para agregar el permiso para que las vlan circulen a través de los puertos 
troncales 
ALS2(config-if) #exit 
ALS2(config)#interface po4       Comando para 
acceder al puerto port-channel   
ALS2(config-if) #switchport trunk allowed vlan 1,15,100,240,420,600,1050,1112,3550               







Figura 56. Asignación de Puertos Troncales en ALS2 
 
 
Fuente: Elaboración propia 
 
m. Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera:  
 
Interfaz DLS1  DLS2  ALS1  ALS2  
Interfaz Fa0/6  3550  15, 1050 100, 1050  240 
Interfaz Fa0/15  1112 1112  1112  1112 




DLS1#configure terminal         Comando para 
Ingresar a modo de configuración 
DLS1(config)#interface e0/0                           Comando para 
acceder al puerto ethernet 
DLS1(config-if) #switchport mode access                Comando para 
configurar el puerto en modo de acceso 
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DLS1(config-if) #switchport access vlan 3550            Comando para 
asignar la vlan al puerto 
DLS1(config-if) #no shutdown                              Comando para 
encender el puerto 
DLS1(config-if) #exit 
DLS1(config)#interface e3/3                                 Comando para 
acceder al puerto ethernet 
DLS1(config-if) #switchport mode Access                        Comando para 
configurar el puerto en modo de acceso 
DLS1(config-if) #switchport access vlan 1112      Comando para 
asignar la vlan al puerto 
DLS1(config-if) #no shutdown       Comando para 
encender el puerto 
DLS1(config-if) #exit 
 
Figura 57. Configuración de Interfaces Según Tabla en DLS1 
 
 










DLS2#configure terminal         Comando para 
Ingresar a modo de configuración 
DLS2(config)#interface e0/0       Comando para 
acceder al puerto ethernet 
DLS2(config-if) #switchport mode access                      
Comando para configurar el puerto en modo acceso 
DLS2(config-if) #switchport access vlan 15                    Comando para 
asignar la vlan al puerto 
DLS2(config-if) #switchport access vlan 1050                    Comando para 
asignar la vlan al puerto 
DLS2(config-if) #no shutdown                                Comando para 
encender el puerto 
DLS2(config-if) #exit 
DLS2 (config)#interface e3/3                        Comando para 
acceder al puerto ethernet 
DLS2 (config-if) #switchport mode access             Comando para 
configurar el puerto en modo acceso 
DLS2 (config-if) #switchport access vlan 1112                
Comando para asignar la vlan al puerto 
DLS2 (config-if) #no shutdown       Comando para 
encender el puerto 
DLS2 (config-if) #exit 
DLS2(config)# 
DLS2(config)#interface range e2/1-3                           Comando para 
realizar un rango de puertos ethernet 
DLS2(config-if) #switchport mode Access                        Comando para 
configurar el puerto en modo acceso 
DLS2(config-if) #switchport access vlan 567                         Comando para 
asignar la vlan al puerto 
DLS2(config-if) #no shutdown                                   Comando para 















Figura 58. Configuración de Interfaces Según Tabla en DLS2 
 
 
Fuente: Elaboración propia 
ALS1 
 
ALS1#configure terminal        Comando para 
Ingresar a modo de configuración 
ALS1(config)#interface e0/0       Comando para 
acceder al puerto ethernet 
ALS1(config-if) #switchport mode access                Comando para 
configurar el puerto en modo de acceso 
ALS1(config-if) #switchport access vlan 100                 Comando para 
asignar la vlan al puerto 
ALS1(config-if) #switchport access vlan 1050                  Comando para 
asignar la vlan al puerto 
ALS1(config-if) #no shutdown                                 Comando para 
encender el puerto 
ALS1(config-if) #exit 
ALS1(config)#interface e3/3                         Comando para 
acceder al puerto ethernet 
ALS1(config-if) #switchport mode access                    Comando para 
configurar el puerto en modo de acceso 
ALS1(config-if) #switchport access vlan 1112                  Comando para 
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asignar la vlan al puerto 
ALS1(config-if) #no shutdown                                Comando para 




Figura 59. Configuración de Interfaces Según Tabla en ALS1 
 
 
Fuente: Elaboración propia 
ALS2 
 
ALS2(config)#interface e0/0                             Comando para 
realiza un rango de puertos ethernet 
ALS2(config-if) #switchport mode access              Comando para 
configura el puerto en modo de acceso 
ALS2(config-if) #switchport access vlan 240            Comando para 
asignar la vlan al puerto 
ALS2(config-if) #no shutdown                              Comando para 




ALS2(config)#interface e3/3                           Comando para 
acceder al puerto ethernet 
ALS2(config-if) #switchport mode access               Comando para 
configurar el puerto en modo de acceso 
ALS2(config-if) #switchport access vlan 1112            Comando para 
asignar la vlan al puerto 
ALS2(config-if) #no shutdown                            Comando para 




Figura 60. Configuración de Interfaces Según Tabla en ALS2 
 
 
Fuente: Elaboración propia 
 
Parte 2: conectividad de red de prueba y las opciones configuradas.  
 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 






Figura 61. Verificación de Vlans creadas en switch DLS1 
 
 
Fuente: Elaboración propia 
 
Figura 62. Verificación de las interfaces activas en DLS1 
 
 
Fuente: Elaboración propia 
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 Figura 63. Verificación del puerto troncal en DLS1 
 
 
Fuente: Elaboración propia 
 
Figura 64. Verificación de Vlans creadas en switch DLS2  
 
 
Fuente: Elaboración propia 
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 Figura 65. Verificación de las interfaces activas en DLS2  
 
 
Fuente: Elaboración propia 
 
 Figura 66. Verificación del puerto troncal en DLS2  
 
 
Fuente: Elaboración propia 
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 Figura 67. Verificación de Vlans creadas en switch ALS1 
 
 
Fuente: Elaboración propia 
 
 Figura 68. Verificación de las interfaces activas en ALS1 
 
 
Fuente: Elaboración propia 
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 Figura 69. Verificación del puerto troncal en ALS1 
 
 
Fuente: Elaboración propia 
 
 Figura 70. Verificación de Vlans creadas en switch ALS2  
 
 
Fuente: Elaboración propia 
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 Figura 71. Verificación de las interfaces activas en ALS2 
 
 
Fuente: Elaboración propia 
 
b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente 
 
 Figura 72. Verificación etherchannel en DLS1 
 
 
Fuente: Elaboración propia 
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Figura 73. Verificación etherchannel en ALS1  
 
 
Fuente: Elaboración propia 
 
c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada 
VLAN. 
Figura 74. Verificación Spanning tree entre DLS1 
 
 
Fuente: Elaboración propia 
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 Figura 75. Verificación Spanning tree para cada VLAN 
  
 
Fuente: Elaboración propia 
 
Figura 76. Verificación Spanning tree entre DLS2 
 
 
Fuente: Elaboración propia 
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Figura 77. Verificación Spanning tree para cada VLAN 
 
 
























En el escenario uno se establecieron protocolos de enrutamiento OSPF y EIGRP 
permitiendo cada uno de configuraciones de enrutamiento y direccionamiento 
asignando a áreas involucradas e implementadas desde la red inicial sustentada. 
 
La tecnología de redes esta soportada por medio de enrutamientos y por tipos de 
Protocolos de OSPF y EIGRP destacando la importancia, evolución y especialización 
que han logrado los dispositivos routers como maquinas especialmente dadas por 
cisco lo que infiere un mayor Nivel de inteligencia en el dispositivo, Pero más 
Requerimiento de Hardware siendo tendencia de la industria de Dispositivos más 
avanzados y completos respecto aspectos lógicos. 
 
El protocolo eigrp es un protocolo que ayuda a muchos procesos dentro de la 
implementación de red, ayuda a saber cuándo se presentaron daños, permite 
conocer dispositivos que son vecinos o están conectados adyacentemente, y enruta 
de manera ordenada las direcciones de las interfaces.  
 
En el escenario dos se implementó y se trabajó en las configuraciones sobre una 
topología de red, interconectado switch y terminales por medio de direccionamiento 
IP, con puertos etherchannel y asignación de VLAN establecidas para el ecenario 
dos. 
 
Por medio del software de simulación de redes Packet tracer y GNS3 se logra 
configurar los dos escenarios, aplicando los conocimientos adquiridos en cada uno 
de los pasos del diplomado CISCO CCNP. 
 
Por medio de las configuraciones de las vtp 2 se permite configurar las vlan en modo 
privilegiado según asignación y vtp 3 desde el modo global permitiendo simplificar y 
facilitar las vlans en las redes. 
 
Se desarrolló paso a paso la funcionalidad de comandos en cada una de las 
configuraciones solicitadas con procesos de registro y verificación de conectividad 
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ANEXO A. Link de las simulaciones. 
 
https://drive.google.com/file/d/1xsCDBX0mRBpcU9n5uNeKpHkfiM5afYSu/view?usp=sha
ring 
 
