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Las nuevas tecnologías son una realidad en todos los sectores, y el asegurador 
no es una excepción. El éxito de una compañía dependerá de cómo se es ca-
paz de sacar partido a estas nuevas herramientas y de no quedarse anclado en 
el modelo tradicional.  
Las criptomonedas han traído con ellas una nueva tecnología, Blockchain, que 
está demostrando que tiene un ámbito de aplicación muy amplio, y entre ellos, 
pueden estar los seguros. Si a esta tecnología unimos otras que ya comienzan 
a aplicarse en el sector como es Internet of Things y Machine Learning, el po-
tencial de uso es inmenso.  
Palabras Clave: Blockchain, Machine Learning, Internet of Things, eficiencia, procesos. 
Resum 
Les noves tecnologies són una realitat en tots els sectors, y l’assegurador no és 
una excepció. L’èxit d’una companyia dependrà de com s’és capaç de treure 
partit a aquestes noves eines i no quedar-se ancorat en el model tradicional. 
Les criptomònades han portat amb elles una nova tecnologia, Blockchain, que 
està demostrant que té un àmbit d’aplicació molt ampli, i entre ells, pot ser les 
assegurances. Si a aquesta tecnologia unim altres que ja comencen a aplicar-
se en el sector com és Internet of Things i Machine Learning, el potencial d’ús 
és immens. 
Paraules Clau: Blockchain, Machine Learning, Internet of Things, eficiència, processos.
Summary 
New technologies continue to transform every business and industry, and 
the insurance sector is no exception. The success of a company depends 
on it taking advantage of new, innovative tools and not remaining tied to 
outmoded business practices.
The emergence of cryptocurrencies, for example, hasushered in Blockchain, 
a new technology with applications capable of transforming the insurance 
industry. Each new, ground-breaking technology, coupled with the 
phenomenaof the Internet of Things and Machine Learning, offers immense 
opportunities for the future.
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¿Blockchain en Seguros? 
 
 
1. Presentación del problema 
 
La transformación y evolución de la sociedad está llevando a los mercados a 
cambiar constantemente y adaptarse a las nuevas necesidades que son de-
mandadas. El hecho de ser activos o reactivos puede suponer el éxito o el fra-
caso de una compañía. 
 
Ante este panorama, la tecnología está cogiendo un papel primordial en esa 
transformación, ya que su uso puede favorecer tanto a la creación de nuevas 
oportunidades, a la optimización de procesos así como al análisis de la infor-
mación.   
 
El sector asegurador no se queda fuera de ese juego, en los últimos ejercicios 
las compañías han tenido que realizar un esfuerzo de inversión en tecnología 
para poder gestionar correctamente toda la información requerida por Solven-
cia II. Y aunque este sector siempre se ha caracterizado por ser conservador, 
han realizado un paso más allá y han comenzado a invertir en Internet of 
Things (IoT), en Chatbots, Big Data, Redes Sociales,… 
 
Por si todo eso no fuera suficiente, en los últimos años hemos visto como las 
criptodivisas cogían fuerza y comenzaban a hacer ruido en el mercado. El caso 
más conocido es el de Bitcoin, y aunque ésta siempre ha estado rodeada de 
desconfianza por los mercados, parece que la tecnología que la soporta, 
Blockchain, está cogiendo empuje. 
 
Blockchain de Bitcoin se basa en un sistema descentralizado que permite com-
partir la información entre los participantes mediante un sistema de encripta-
ción. Las transacciones se cierran mediante consenso de los participantes, y 
una vez realizadas, éstas quedan grabadas y compartidas por todos los usua-
rios de la red. 
 
Diferentes mercados han decidido transformar esta amenaza en una oportuni-
dad, entre ellos el sector financiero, y por ello, han comenzado a invertir en es-
ta tecnología. La pregunta es, ¿está haciendo el sector asegurador lo mismo? 
 
Esta tesis pretende dar respuesta a esa pregunta y relacionar esta nueva tec-
nología con dos también emergentes en el sector, Internet of Things y Machine 
Learning. Por lo que comenzaré hablando en qué consisten estas tres tecno-
logías, qué se está haciendo actualmente con ellas y cómo se pueden unir para 












La sociedad evoluciona rápidamente y con ello sus necesidades. Ahora tene-
mos acceso a mucha más información que en el pasado y esperamos de cual-
quier proveedor de productos o servicios rapidez y eficacia en el servicio que 
nos prestan. Esto tiene un gran impacto en la cadena de valor, desde los cana-
les de distribución del producto, la atención al cliente, la fidelización,… 
 
Paralelamente a estos cambios de hábitos y necesidades, aparecen en los 
mercados nuevas tecnologías que prometen ser una revolución en los distintos 
sectores, y en el caso del sector asegurador no es diferente. Solo es necesario 
ver el programa de conferencias de la Semana del Seguro de 20181 para darse 
cuenta de su importancia, temas como Blockchain, IoT, Automóvil 3.0., Insur-
Tech, Insurance Cognitive of Things, IA,… han sido tratados este año. 
 
Sin embargo, al final, la tecnología no es más que una herramienta para ges-
tionar el negocio de las compañías, por ello, es importante primero entender en 
qué consisten estas tecnologías para luego reflexionar en qué pueden ser útiles 
para nosotros y si el coste-beneficio merece la pena. 
 
En un estudio realizado por Gartner en 2017 se analizaron 2.000 tecnologías, 
siendo el resultado el siguiente:  
 




Fuente: Gartner (https://www.gartner.com/newsroom/id/3784363) 




En este gráfico puede verse las expectativas que existen respecto a estas tec-
nologías, así como el plazo de adopción que sería necesario para cada una de 
ellas. Entre las que tienen una mayor expectativa nos encontramos las tres so-
bre las que hablaré en este trabajo: Blockchain, IoT y Machine Learning, sin 
embargo, mientras que de IoT y Machine Learning se espera su implantación 
entre 2 y 5 años, en el caso de Blockchain se alarga de 5 a 10 años.  
 
En esa línea, este primer bloque consistirá en hablar sobre en qué consisten 






En el año 2008 Satoshi Nakamoto publicó su estudio “Bitcoin P2P e-cash” que 
se basaba en un sistema de intercambio persona a persona de dinero electró-
nico en el que no era necesario la intervención de un intermediario. El 3 de 
enero de 2009 se creó el bloque Génesis, el primer bloque de la red Bitcoin a 
partir de cual cinco días después se realizó la primera transacción de criptomo-
neda. 
 
Blockchain (cadena de bloques) es la tecnología que sustenta a esta criptomo-
neda (Bitcoin). Esa tecnología fue creada con el objetivo de crear un sistema 
descentralizado pero seguro, que permitiese eliminar a los intermediarios, lo 
cual permitiría reducir considerablemente los costes de las transacciones. 
 
2.2.2. Funcionamiento y Principios 
 
Uno de los fundamentos básicos para que esta tecnología funcione es la crip-
tografía. Ésta consiste en cifrar un mensaje de manera que a simple vista sea 
ilegible pero que disponga de un sistema de descifrado para poder obtener el 
mensaje original. 
Un ejemplo histórico del uso de la criptografía es la máquina Enigma utilizada 
en las comunicaciones alemanas durante la Segunda Guerra Mundial. Se tra-
taba de una máquina formada por un teclado dónde escribir el texto, una uni-
dad modificadora formada por tres rotores y un tablero donde se iluminaba la 
letra en la que se transformada la que se había escrito. Se utilizaban tres roto-
res de los cinco que podía tener la máquina, y éstos conseguían con su rota-
ción que una misma letra no tuviese siempre la misma traducción, lo que difi-
cultaba enormemente su descifrado. Ese código era enviado en morse y el re-
ceptor mediante otra máquina Enigma podía descifrarlo. 
La Blockchain de Bitcoin utiliza ese sistema de una forma más sofisticada, en 
concreto, utiliza el tipo de criptografía llamada hashing. Este sistema de cifrado 
consiste en que cada una de las transacciones que se realiza tiene asociado un 
hash, y éste hash se consigue mediante la aplicación de una función matemáti-
ca al contenido de la transacción. Para un mismo contenido, solo se puede ob-
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tener un hash, por lo que esto garantiza la identificación univoca de las tran-
sacciones, así como garantiza que en caso de modificación de los datos de una 
transacción esta pueda ser identificada al no coincidir con el hash originario. 
Para dar mayor robustez al sistema, se utiliza el modelo de árbol de Merkle, el 
cual consiste en que el hash generado para una transacción contiene a su vez 
el hash de la transacción anterior, lo que consigue que, aunque lograse modifi-
carse una transacción, el hash que generaría ya no encajaría en la cadena de 
bloques.  
 
La única manera de obtener el hash es mediante prueba y error, lo que se ha 
denominado Prueba de Trabajo (PoW). Una red como la de Bitcoin está for-
mada por nodos, es decir por usuarios, y dentro de esos nodos se encuentran 
los denominados mineros que son precisamente los encargados de realizar las 
pruebas de trabajo. Los mineros disponen de ordenadores más potentes que 
realizan constantemente búsquedas de códigos hash, en la red Bitcoin en con-
creto, se ha determinado que la media de minutos para cerrar un nuevo bloque 
con el hash correcto es de 10. Dado que esas Pruebas de Trabajo requieren de 
un esfuerzo por parte de los mineros, cada vez que logran cerrar un bloque se 
les compensa con la entrega de 50 bitcoins. 
 
Aunque he hablado de que los mineros buscan el hash, en realidad, los mine-
ros lo que tratan de encontrar es el nonce que les permita obtener el hash del 
bloque. El nonce es la incógnita que hay que resolver en la Prueba de Trabajo, 
se trata de encontrar el número que unido al hash de la transacción anterior y a 
las transacciones del bloque actual, permita dar en la función matemática un 
hash que contenga unas determinadas condiciones, en la red Bitcoin, que co-
mience por un determinado número de ceros.  A continuación, intentaré expli-
car mediante un ejemplo práctico que supone lo comentado anteriormente. 
Imaginemos que somos el usuario X, estamos en la red de Bitcoin y queremos 
transferir 5 Bitcoin al usuario Y. Para que esto sea posible, previamente noso-
tros deberemos haber recibido como mínimo 5 Bitcoin, y esa transacción habrá 
quedado grabada en la cadena de bloques. 
 
Como comentaba, de esos 6 Bitcoin recibidos en una transacción previa que-
remos enviar 5 al usuario Y, por lo que lanzamos la orden en la red. En ese 
momento, los mineros comenzaran mediante prueba y error (Prueba de Traba-
jo) a intentar descifrar el número nonce que unido al hash de la transacción 
anterior y a la transacción actual permitan obtener un hash que cumpla un de-

















Fuente: Elaboración propia  
 
El primer minero que consiga ese nonce obtendrá el hash que permitirá cerrar 
el bloque y el resto de mineros simplemente verificaran que ese hash es co-
rrecto. Este nuevo bloque será compartido con toda la red, por lo que todos los 
usuarios sabrán que en próximas transacciones el usuario X ya solo dispone de 
un Bitcoin y el usuario Y de 5. 
  
De lo anterior podemos concluir que los principios básicos de la red Blockchain 
son: 
- Integridad: la estructura y funcionamiento de la red dan a los usuarios la 
confianza sobre la información de la misma. Por un lado, tenemos que las 
decisiones en la red se toman por consenso, de manera que cuando reali-
zamos una transacción ésta queda registrada en un bloque que debe ser 
aceptado por todos los nodos, y un nuevo bloque deberá referirse al anterior 
para poder crearse, por lo que se impide que se evita el riesgo de doble 
gasto. 
  
- Descentralización: no se necesita la existencia de un tercero interme-
diario de confianza, sino que las decisiones se toman por consenso de toda 
la red, se registran en bloques y la información de toda la cadena de blo-
ques es compartida entre todos ellos. 
 
- Consenso: mediante la Prueba de Trabajo, cuando un minero consigue 
cerrar un bloque es comprobado por toda la red de nodos que esto ha sido 
así.  
 
- Poder distributivo: el hecho de que la cadena de bloques sea pública, 
que todos los participantes tengan una copia de la cadena completa y que la 
aceptación de transacciones se realice mediante consenso, supone que el 
poder no radica en un organismo o empresa, sino que el poder está reparti-
do en cada uno de los nodos que conforman la red, y sería muy complicado 
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que pudiesen ponerse de acuerdo tal número de nodos que permitiese ma-
nipular el sistema. 
 
- El valor como incentivo: una de las características básicas del sistema 
es que los usuarios actuando por interés propio acaban actuando por el in-
terés común. El ejemplo más claro es el de los mineros, dado que por cada 
bloque cerrado reciben una serie de bitcoins, tienen el incentivo de resolver 
con rapidez cada uno de los bloques, lo que beneficia a la red. Asimismo, el 
hecho de que sean poseedores de bitcoins les incentiva a comportarse co-
rrectamente, ya que el desprestigio de la red perjudicaría sus propios bene-
ficios. 
  
2.2.3. De amenaza a oportunidad: transformación de la red pública a pri-
vada o semiprivada 
 
El origen de la utilización de Blockchain era la de disponer de un sistema des-
centralizado que no necesitase de un tercero de confianza que garantizase la 
fiabilidad de las transacciones de la red, sino que cualquier usuario pudiese 
formar parte de esta red, y que su poder en ella fuese el mismo que el de cual-
quier otro usuario. Las decisiones en estas redes serían tomadas mediante 
consenso de todos los usuarios, y la información de toda la cadena sería com-
partida por toda la red. 
 
Esto que a priori podía suponer una amenaza para empresas privadas como es 
el caso de los bancos, fue reconducido por éstos, y supieron aprovechar las 
ventajas de Blockchain adaptándola al modelo de su negocio, de ahí surgieron 
las Blockchain privadas o Distributed Ledger Technology. 
 
Las Blockchain privadas no es más que una Blockchain Pública pero cambian-
do algunas de esas características: 
 
- Datos privados: por razones regulatorias o de confidencialidad, la informa-
ción de la red no podrá ser compartida entre todos los usuarios por igual. 
Por ejemplo, la existencia de un nuevo producto bancario podrá ser compar-
tida en toda la red, sin embargo, el que un usuario lo contrate solo debería 
ser visible para éste y para la entidad bancaria. 
 
- Control de usuarios: para poder participar en la red se deberá recibir una 
invitación para formar parte de ella, y no todos los participantes dispondrán 
los mismos permisos de actuación. Por ejemplo, para formar parte de la 
Blockchain de una entidad bancaria, se deberá ser cliente de la entidad o 
empleado. Asimismo, las transacciones y acciones que podrán realizar un 
cliente o un empleado serán muy distintas. 
 
El uso de esta tecnología permite a las empresas privadas obtener ventajas 
como puede ser una mayor eficiencia y optimización de los procesos operativos 
o la creación de nuevos productos más ágiles. 
 
Estas redes privadas pueden crearse internamente en una compañía, o bien, 
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pueden ser compartidas con otros participantes del sector. Un ejemplo de esto 
es el consorcio R3, en el que participan 200 bancos, instituciones financieras, 
reguladores, asociaciones comerciales, firmas de servicios profesionales y em-
presas de tecnología de 6 continentes que utilizan la plataforma Blockchain 
Corda. 
 
Esta plataforma busca eliminar los costes de intermediarios que hasta ahora 
suponía realizar una transacción: 
 
 






Basándose en que existe un contrato conocido por ambas partes que ya esta-
blece las reglas del juego: 
 
Gráfico 4. Contrato único 
 




Sin necesidad de que esa información sea compartida en toda la red: 
 
Gráfico 5. Transacciones grabadas en una cadena de bloques 
 




Y solo siendo necesaria la intervención de las dos partes, y en alguna ocasión 





Gráfico 6. Distributed Ledger Technology en Corda 
 




Para ello, a diferencia de la Blockchain Pública, Corda realiza transacciones 
directas entre las partes, sin necesidad del consenso de la red, y para ello se 
basa en técnicas criptográficas basadas en la contabilidad distribuida y los 
Smart contracts. La contabilidad distribuida supone que las transacciones son 
almacenadas en los sistemas de las partes, así como en el propio sistema (Co-
rda Vault). Los Smart contracts son contratos que disponen de una lógica inter-
na que permite ejecutar de forma automática las transacciones.  
 





Por otro lado, mientras que redes como Bitcoin están formadas por usuarios 
anónimos que comparten toda la información y toman las decisiones mediante 
consenso de toda la red, aspecto que en los mercados tan regulados que te-
nemos actualmente no es posible, Corda utiliza lo que denomina el servicio 
Notary Cluster, que consiste en un servicio red que proporciona un consenso 
de exclusividad, es decir, para una transacción se certifica que no se han fir-
mado otras transacciones que consuman los recursos de entrada de esa tran-
sacción. Estos notarios pueden ser un único nodo de red o un clúster de nodos, 
además, el algoritmo de consenso que utilizan puede variar entre ellos. 
 






2.2.4. Sector Asegurador 
 
Ventajas de la tecnología  
 
El sector asegurador siempre se ha caracterizado por ser conservador y por ir 
un paso más atrás que otros sectores como puede ser el financiero. Sin em-
bargo, Blockchain puede aportar mayor eficiencia, crecimiento y competitividad 
al sector asegurador, impulsando precisamente esa renovación y modernizan-
do del mismo. Adicionalmente, la posibilidad de combinar esta nueva tecnolog-
ía con otras existentes como pueden ser el Internet de las cosas (IoT) o el Ma-
chine Learning aun dan un mayor potencial al sector. Por lo que, pese a que en 
el corto plazo la inversión en esta nueva tecnología suponga solamente coste, 
ya que se trata de experimentar y averiguar dónde es más beneficioso aplicarlo 
para cada una de las compañías, en el medio o largo plazo puede suponer 
quedarse dentro o fuera del sector. 
 
 
Algunas de las oportunidades que puede aportar la utilización de esta tecnolog-
ía son: 
– Mejorar la eficiencia 
– Reducir costes de transacciones 
– Mejorar la experiencia del cliente 
– Mejorar la calidad de datos 
– Aumentar la confianza entre las partes 




Una muestra de que el sector ya está apostando por esta nueva tecnología es 
Blockchain Insurance Industry Initiative (B3i). Se trata de una colaboración 
entre aseguradoras y reaseguradoras cuyo objetivo principal es mejorar la ad-
ministración de datos y reducir el tiempo de procesamiento, es decir, mejorar la 
eficiencia de transacciones en toda la cadena de valor, consiguiendo así redu-
cir el valor perdido a través de retrasos y conciliaciones manuales. Esta organi-
zación fue creada en 2016 y actualmente está formada por 38 miembros, 23 de 
los cuales se incorporaron al final de ejercicio 2017. Todos ellos tienen los 
mismos derechos y obligaciones en términos de contribución financiera, recur-




















En marzo de 2017 comenzaron a trabajar en el primer proyecto que consiste en 
crear un smart contract para los Property Catastrophe XOL. El objetivo de 
este proyecto es probar la viabilidad de esta tecnología y el valor que puede 
aportar al sector. La simplicidad de este tipo de contrato es lo que animó a los 
miembros a comenzar por él. 
 
 
El consorcio B3i demuestra que se pueden dar dos enfoques al uso de block-
chain: 
 
– Uso interno: la decisión de una compañía de utilizar la tecnología block-
chain dentro de su organización puede suponer, por un lado, la mejora de pro-
cesos internos, con el impacto en costes que esto puede suponer, y, por otro 
lado, un mayor crecimiento de la compañía a través de la mejora de la expe-
riencia del cliente ofreciendo nuevos productos o adaptando los existentes a las 
nuevas tendencias como puede ser el Internet de las cosas (IoT). 
 
– Uso sector: supone dar un paso más allá, como es el caso del B3i, y 
buscar aplicaciones prácticas que ayuden a mejorar el sector. La ventaja de 
esto es que la unión de los esfuerzos por los distintos agentes puede acelerar 
el desarrollo de esta tecnología, así como propiciar que su uso sea expansible 





La tecnología Blockchain puede tener muchas aplicaciones en el sector asegu-
rador, entre ellas, nos encontramos: 
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- Smart contracts: estos contratos contienen protocolos autoejecutables que 
funcionan a través de una cadena de bloques, de manera que cuando ocu-
rre un evento cubierto por ese contrato automáticamente se comprueba y se 
realiza el pago al cliente. De esta manera por un lado se mejora la expe-
riencia del cliente, puesto que recibe el pago sin necesidad de reclamarlos a 
la compañía y por otro se reducen costes para la compañía puesto que la 
gestión es automática. 
 
- KYC, Blanqueo de capitales y fraude: KYC pretende dar respuesta a las 
leyes de prevención de blanqueo de capitales y financiación de terrorismo, 
identificando a las partes con las que se están realizando transacciones de 
manera que conozcamos quién es y de dónde provienen sus fondos, evi-
tando así establecer transacciones con personas involucradas en delitos de 
blanqueo de capitales, terrorismo, … Concretamente en el caso de España, 
la Ley 10/2010 de prevención del blanqueo de capitales y de financiación 
del terrorismo establece en su artículo 2 que son sujetos obligados, entre 
otros, las entidades aseguradoras autorizadas para operar en el ramo de vi-
da y los corredores de seguros cuando actúen en relación con seguros de 
vida y otros servicios relacionados con inversiones, así como las entidades 
gestoras de fondos de pensiones. Respecto a la identificación formal el artí-
culo 3 establece que, en el ámbito del seguro de vida, la comprobación de la 
identidad del tomador deberá realizarse con carácter previo a la celebración 
del contrato y la comprobación de la identidad del beneficiario con carácter 
previo al pago de la prestación. Asimismo, en el artículo 5 se establece que 
se recabará de sus clientes información a fin de conocer la naturaleza de su 
actividad profesional o empresarial y adoptaran medidas dirigidas a com-
probar razonablemente la veracidad de dicha información. 
 
Esto supone para el sector asegurador coste en dinero y tiempo de recabar 
toda esa información para cada una de las transacciones que se realice, así 
como ocasiona molestias al cliente que debe facilitar toda esa información a 
cualquier compañía con la que quiera realizar una transacción. 
 
La utilización de una Blockchain en este caso podría suponer que cada per-
sona pudiese tener una identificación única que contuviese su documenta-
ción, y que esta estuviese encriptada de manera que solamente ella pudiese 
acceder a la información, a no ser que facilitase a un tercero la clave para 
poder acceder a ella y comprobar de esta manera su identidad. 
 
- Mejora eficiencia de procesos: el uso de blockchain permite reducir costes 
mediante la aplicación automática de reglas que ejecutan acciones, así co-
mo por ejemplo, evitar conciliaciones de información al compartir toda la in-
formación entre las partes. 
 
- Microseguros: mediante la utilización de esta tecnología se puede conse-






2.3. Internet of Things (IoT) 
 
2.3.1. Qué es 
 
Internet ha sido una revolución, tanto para las empresas como para los indivi-
duos.  Éste nos ha permitido tener a nuestra disposición una gran cantidad in-
formación, y también podernos conectar con personas ubicadas en cualquier 
lugar del mundo.  
 
Internet of Things permite otro gran paso, ya no solo las personas pueden co-
nectarse a Internet sino que las “cosas” también pueden hacerlo, y es más, las 
cosas entre sí pueden conectarse. Comenzamos por móviles y ordenadores, 
pero actualmente existen una gran cantidad y variedad de dispositivos conec-
tados. 
 
El hecho que existan dispositivos que puedan conectarse a Internet abre la po-
sibilidad de recopilar un gran volumen de información, y tal y como recoge un 
estudio de Cisco de 2011, los datos son el inicio de la sabiduría, con ellos po-
demos obtener información de patrones y tendencias que nos permiten adquirir 
nuevos conocimientos, que al final se traduce en sabiduría.  
 






Además, el Internet of Things no solo permite aportar sabiduría al ser humano, 
sino que es el punto de partida para que esos datos se autogestionen facilitan-








Algunos de los potenciales usos de Internet of Things son: 
 
- Optimización del proceso de fabricación: el hecho de que todo esté co-
nectado, puede mejorar los procesos de fabricación. Ya no es necesario pa-
rar procesos y reprogramarlos, la información fluye y automáticamente se 
reprocesan, se detectan ineficiencias para corregirlas y poder mejorar en 
tiempos y costes.  
 
Uno de los casos más conocidos es el de Harley Davidson, esta compañía 
se encontró con que la competencia le estaba ganando terreno, tenían pro-
cesos lentos que no permitían dar respuesta a sus clientes en el tiempo de-
seado. Por ello, decidieron transformar una de sus fábricas con tecnología 
IoT, todos los elementos disponen de dispositivos inteligentes conectados 
que están conectados a una única red que recaba todos los datos. Esto 
permite, por ejemplo, medir y analizar cualquier variable de las máquinas, lo 
que permite mejorar el mantenimiento y prevención de averías de las mis-
mas, detectar cualquier irregularidad. Esta iniciativa ha permitido mejorar la 
eficacia y eficiencia de los procesos y como resultado, la compañía ha pa-
sado de un proceso de fabricación de 21 días para una moto a 6 horas y ha 
incrementado sus beneficios en un 4%. 
 
 
- Cadena de suministro: la utilización de IoT puede facilitar la gestión más 
ágil de las cadenas de suministros, la información de los pedidos llega au-
tomáticamente a dispositivos inteligentes que preparan los pedidos de forma 
automática. 
 
Un caso a destacar en este proceso es el de Amazon, en algunos de sus 
almacenes esta compañía cuenta con robots que desplazan las estanterías 
hacia los trabajadores para evitar que estos tengan que hacer desplaza-
mientos en la preparación de pedidos, o en el almacenamiento de produc-
tos. Estos robots acuden solos a cargar sus baterías cuento están en nive-
les bajos y disponen de sensores para evitar colisiones. 
 











- Ciudades inteligentes: la utilización de IoT puede favorecer a prestar ma-
yor y mejores servicios a nivel público en las ciudades. Si los alumbrados de 
las calles tuviesen sensores, éstas podrían encenderse únicamente cuando 
hay alguien transitando las calles, y ahorrar así energía y dinero, o en las 
zonas de carga y descarga podrían instalarse sensores que avisasen cuan-
do un vehículo está estacionado más tiempo del permitido. 
 
Un ejemplo de ello lo tenemos en la propia ciudad de Barcelona, que está 
desarrollando el Plan Barcelona Ciudad Digital. Tal y como se indica en la 
propia web del Ayuntamiento de Barcelona esta iniciativa pretende “Utilizar 
la tecnología y los datos para ofrecer unos servicios mejores y más asequi-
bles. Lograr un gobierno más transparente, participativo y eficaz. Llegar a 
un nuevo acuerdo sobre datos. Y ampliar sus usos beneficiosos para la so-
ciedad, al tiempo que se garantiza la soberanía, la ética y la privacidad de la 
información. Proporcionar acceso a internet para todos. Porque la conectivi-
dad a internet de alta velocidad no es un lujo sino un derecho de toda la 
ciudadanía. Es una necesidad absoluta para la sociedad y la economía del 
siglo XXI.” 
 
Este proyecto se divide en tres subproyectos: Tecnología para un Gobierno 
mejor, Tecnología Urbana y City Data Commons. Dentro del segundo, en-
contramos la plataforma Sentilo que es la red de sensores donde el Ayun-
tamiento recopila datos de la ciudad de distinta índole, y que ha decidido 
conectar con CityOS (del subproyecto City Data Commons) que permitirá al 
Ayuntamiento mejorar la gobernanza del dato con lo que podrá tomar deci-
siones que mejoren el uso de recursos municipales y podrá ofrecer nuevos 
servicios a la ciudadanía. 
 
- Domótica: la utilización de sensores y dispositivos en el hogar que estén 
interconectados pueden facilitar el día a día de las personas, así como pre-
venir riesgos o mitigar daños. 
 
Amazon Echo, es, por ejemplo, un caso real de IoT, se trata de un dispositi-
vo que mediante instrucciones de voz puede desde apagar las luces de una 


























- Salud: IoT puede utilizarse para monitorizar a pacientes a distancia, y facili-
tar de esta manera un seguimiento de las personas que viven en poblacio-
nes con menor acceso a hospitales/ambulatorios. 
 
La compañía Libelium ofrece la plataforma biométrica MySignals que permi-
te hacer seguimiento de los pacientes mediante la recopilación de datos. 
 










2.3.2. Hacia un servicio personalizado y eficiente 
 
Si bien la producción en masa ha aportado a las compañías economías de es-
cala que les ha permitido ser más eficientes y eficaces, la realidad es que la 
sociedad ha evolucionado, tenemos acceso a mucha información, existe una 
gran variedad de proveedores de productos y servicios entre los que elegir, con 
lo que ya no nos conformamos con cualquier cosa, queremos que el producto o 
servicio se adapte a nuestras necesidades personales y disponer de él lo antes 
posible. 
 
Ante esta nueva tendencia, los fabricantes se encuentran con el problema de 
que los procesos se vuelven más lentos, se deben parar procesos para adap-
tarlo a la nueva personalización solicitada por el cliente, y volver a comenzar a 
comenzar el proceso de fabricación, con los que los costes se incrementan 
sustancialmente. 
 
Internet of Things da respuesta a este problema, si todo y todos están conecta-
dos, la información es compartida de manera que, si un cliente quiere persona-
lizar un producto, esta información llega directamente a almacén para que pre-
pare las piezas necesarias, a la vez llega a la línea de producción para que 
programe que en el momento X se producirá una variación en el proceso. Ya 
no es necesario parar procesos y reprogramar, al compartir la información entre 
dispositivos inteligentes estos pueden hacer la reprogramación de forma au-
tomática. 
 
Pero IoT puede ir más allá de eso, si los productos y servicios que vendemos 
disponen también de dispositivos inteligentes, podemos conocer que sucede 
con ellos una vez abandonan la compañía y esto nos puede permitir: 
 
- Detectar fallos y averías: esto permitirá readaptar los procesos de produc-
ción y producir productos más sólidos, incluso ofrecer servicios post-venta a 
los clientes. 
 
- Conocer el uso del cliente: no siempre las compañías son capaces de 
transmitir eficazmente los usos de sus productos, o entender que es lo que 
realmente aporta valor al cliente. Analizando el uso mediante dispositivos in-
teligentes puede aportar información de la necesidad de hacer campañas 
que destaquen ciertos atributos, o bien, redefinir los productos para adap-
tarse a los requerimientos del cliente.  
 
 
2.3.3. Impacto en el sector asegurador 
 
Internet of Things va a suponer un cambio en el sector asegurador.  
 
Por un lado, se va a tener que utilizar una serie de dispositivos que permitan 
recopilar la información de los asegurados, algunos de estos dispositivos son: 
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- Sensores de detección: sistemas de seguridad como pueden ser alarmas y 
cámaras, detectores de humos y escapes de agua,… 
 
- Sensores en objetos: como pueden ser los que se instalan en vehículos pa-
ra medir velocidad de conducción, kilómetros recorridos,… 
 
- Wearables: como pueden ser los smartwatches que permitan recopilar da-
tos de actividad física, pulsaciones,… 
 
En este primer aspecto cada una de las aseguradoras va a tener que posicio-
narse como da acceso a esos dispositivos en cada uno de los productos a sus 
clientes. Esto puede suponer desde que sea el propio cliente quien aporte ese 
dispositivo, por ejemplo, un Smartphone en un seguro de salud, que se llegue a 
alianzas con compañías que prestan otro tipo de servicios, como, por ejemplo, 
compañías de seguridad para seguros de hogar, o proporcionar a los clientes 
esos dispositivos, lo que supone que la aseguradora debe llegar a un acuerdo 
con una empresa fabricante para que le distribuya su producto. 
 
En segundo lugar, la recopilación de datos mediante esos dispositivos debe 
permitir a la compañía poder entre otros: 
 
- Adaptar las primas de los seguros a cada individuo: actualmente la fija-
ción de la prima en el proceso de suscripción requiere un estudio que en 
muchas ocasiones se basa en históricos, y que, de tratarse de un nuevo 
riesgo, es necesario solicitar a un tercero (bróker/cliente) ese histórico, o 
bien realizar cuestionarios a los clientes. Con IoT podemos fijar la prima del 
seguro según distintos modelos: 
 
o Por uso: no es necesario contratar un seguro por una anualidad, las 
primas se establecen en función del uso que realices de la misma.  
 
o Por comportamiento: en función del comportamiento del cliente y 
las medidas de prevención que tome, pueden fijarse primas o realizar 
descuentos sobre las mismas. 
 
 








- Ofrecer mayor valor al cliente: Internet of Things va a permitir a las asegu-
radoras recopilar una gran cantidad de datos de sus clientes, que si son ca-
paces de gestionar correctamente les permitirá tener un gran conocimiento 
individual de cada asegurado, lo que conllevará poderle ofrecer los servicios 
y productos que mejor se adapten a cada uno. Con todo esto, la percepción 
del asegurado mejorará y se podrá afianzar la relación entre aseguradora y 
asegurado de manera que el factor precio no sea el determinante en la con-
tratación o renovación de una póliza. 
 
- Prevenir el riesgo de siniestro: actualmente, la función principal del segu-
ro es prestar un servicio al asegurado o beneficiario en caso de producirse 
un siniestro. Con la incorporación de IoT, el servicio que presta la asegura-
dora no es solamente en el siniestro, sino que acompaña al asegurado en el 
riesgo, y le permite conocer medidas de prevención que eviten que se pro-
duzca el mismo o se establecen mecanismos que alerten de posibles sinies-
tros de manera que se pueda mitigar el daño ocasionado. 
 
 







Sin embargo, no todo lo que aporta IoT puede ser de entrada favorable para las 
aseguradoras, recordemos que esta industria siempre se ha caracterizado por 
ser conservadora, y ante esta nueva tecnología van a tener que adaptarse, al-
gunos riesgos que se perciben son: 
 
- Gestión de la información: IoT permite recopilar una gran cantidad de da-
tos, pero si las aseguradoras no gestionan correctamente estos datos, se 
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pueden perder en el estudio de información que no es relevante para ellas. 
Las compañías deberán apoyarse en otras tecnologías para lograr sacar 
partido a esa información. 
 
- Oferta de productos: las compañías aseguradoras deberán adaptarse a 
esta nueva realidad y los productos tradicionales deberán dejar paso a nue-
vos productos como pueden ser los seguros basados en el uso. Las asegu-
radoras deberán adaptarse a estas nuevas tendencias con agilidad ya que 
sino nuevos competidores como pueden ser las Insurtech podrían desban-
carlas del mercado. 
 
- Cambio tipología de cliente: las aseguradoras deberán adaptarse a los 
nuevos tipos de clientes que aparecerán en el mercado y los retos que ello 
les puede suponer. Por ejemplo, la aparición de los vehículos inteligentes ha 
abierto un debate de quien tendrá la responsabilidad en caso de siniestro. 
En caso de que se decidiese que el fabricante del vehículo es el responsa-
ble, y por tanto el tomador del seguro, esto supondrá que la aseguradora se 
enfrentará a clientes con mayor poder debido al gran volumen de primas 
que puede proporcionar.  
 
- Ciberseguridad: el hecho de que estos dispositivos estén conectados a 
Internet, los hace vulnerables a ataques cibernéticos que puede poner la 
privacidad y seguridad del cliente en peligro. 
 
 
2.4. Machine Learning 
 
2.4.1. Qué es 
 
Actualmente, existe un gran volumen de información al alcance de las compañ-
ías y la utilización de esta información puede dar una ventaja competitiva a 
éstas, sin embargo, el principal problema con el que se encuentran las entida-
des es cómo gestionar ese gran volumen de información para poderlo aprove-
char, y es precisamente en ese punto donde la tecnología Machine Learning 
puede suponer un gran avance. 
El machine learning consiste en que los ordenadores son capaces de aprender 
en base a la información histórica que han ido recibiendo.  
Existen tres clasificaciones en función del modelo de aprendizaje de los orde-
nadores, estos pueden ser: 
- Aprendizaje supervisado: en este caso es necesario la intervención de 
una persona que proporciona a la máquina una serie de campos que deben 
darle patrones para obtener un dato de salida.  
Un ejemplo de uso en el sector asegurador podría ser saber si un atributo 
de un cliente puede influenciar en la siniestralidad futura que este tendrá. 
Los algoritmos que se utilizan en este tipo de aprendizaje pueden ser de 
clasificación o de regresión. En los de clasificación a través del aprendizaje 
inicial la máquina puede clasificar un dato en una categoría u otra, y en el 
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caso de regresión crea una línea de tendencias de las variables de entrada 
para predecir el valor de salida. 
 
- Aprendizaje no supervisado: en este tipo de aprendizaje se dispone de 
datos de entrada, pero no se conoce qué se obtendrá como dato de salida. 
De esta manera, se introducen en la máquina los datos de entrada y me-
diante algoritmos más complejos que en el caso anterior, la máquina es ca-
paz de encontrar similitudes subyacentes.  
Un ejemplo de uso en el sector asegurador podría ser la creación de grupos 
de tarificación en función de la base de datos de clientes de la compañía.  
  
- Aprendizaje por refuerzo: en este caso no existe un algoritmo de predic-
ción, sino que la máquina es capaz de experimentar para encontrar una so-
lución.  
 
Algunas de las situaciones en las que puede utilizarse esta tecnología es: 
- Reconocimiento de voz: existen dispositivos que ejecutan acciones me-
diante indicaciones de voz, esto da facilidades a las personas puesto que no 
necesitan tener libres las manos y es más rápido dar una indicación de voz 
que escribirla.  
 
Como ejemplo, podemos hablar de nuevo de Amazon Echo, si bien utiliza 
IoT para tener interconectados distintos dispositivos, es mediante machine 
learning como el dispositivo interpreta la acción que debe realizar. 
 
- Reconocimiento facial: existen dispositivos que son capaces de reconocer 
a alguien mediante una imagen.  
Un ejemplo de esto es IPhone, que permite desbloquear el teléfono median-
te reconocimiento facial, sin necesidad de contraseñas o huellas dactilares.  
 
- Algoritmos de recomendación: existen dispositivos que registran la activi-
dad que realizas, por ejemplo, en Internet, y en base a esa información apli-
can logaritmos para hacerte nuevas recomendaciones. 
 
Un claro ejemplo es Youtube, en base a los videos que visualizamos en su 
plataforma nos sugiere otros. 
 
- Spam: el correo electrónico es capaz de analizar y clasificar los emails que 
se reciben de manera que puede identificar de forma automática aquellos 
que considera Spam. 
 
- Algoritmos de predicción: mediante la recopilación de datos se puede 
utilizar algoritmos que predigan acontecimientos. 
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Google Maps por ejemplo, te recomienda cual es el trayecto más recomen-
dable en función del momento en que quieres realizarlo.  
 
- Detección de fraude: mediante recopilación de datos y el análisis de los 
mismos con machine learning, se puede detectar aspectos sospechosos. 
 
Pay pal, por ejemplo, analiza los millones de transacciones que se realizan 
diariamente y dispone de algoritmos que les avisan de transacciones sos-
pechosas para que pueda investigar más en profundidad. 
 
2.4.2. Impacto en el Sector Asegurador 
 
Como hemos visto, machine learning es una tecnología que permite analizar 
datos, y si por algo se caracteriza el sector asegurador es precisamente de 
eso, de datos. Toda la actividad de las aseguradoras gira en torno al dato, 
cuando se suscribe se necesita información del riesgo para valorarlo, cuando 
gestionamos siniestros necesitamos datos para tomar una decisión,… Por lo 
que, igual que sucede en otros sectores, la utilización de esta tecnología puede 
ser muy relevante.  
 
Algunas de las aplicaciones que se podrían llevar a cabo en este sector son:  
 
- Desarrollo de productos y marketing:  
 
o Analizar los comentarios de los clientes tanto en internet (redes so-
ciales, web de la compañía,…) como en las propias comunicaciones 
con la aseguradora, de manera que puedan detectarse mejoras en 
los productos o detectar aspectos donde deba hacerse hincapié me-
diante campañas publicitarias. 
 
o Detectar nuevos patrones de comportamiento que identifique nuevas 
necesidades de los clientes para poder ofrecer productos que se 
adapten a ellos. 
 
o Recomendar nuevos productos a los clientes en base a contratacio-
nes anteriores y su comportamiento en las redes sociales. 
 
o Analizar las llamadas de los clientes, pero no solamente el mensaje 
sino también las emociones, de manera que podamos adaptarnos 
mejor a cada uno de ellos. 
 
o Analizar las reacciones faciales de los consumidores ante una nueva 








o Fijar las primas de seguros en base a patrones de los riesgos suscri-
tos en el pasado. 
 
o Sugerir al cliente nuevas coberturas o nuevos seguros a contratar 
mediante el análisis de los datos del cliente. Actualmente, el aseso-
ramiento suele concentrarse más en la figura del mediador, pero si 
disponemos de los datos y la tecnología, la propia compañía asegu-
radora puede aportar ese valor al cliente. 
 
o Utilizar chatbots para la suscripción de riesgos y mejorar así la efi-
ciencia. En caso de ser riesgos más complejos el chatbot derivaría el 
cliente a suscripción. 
 
o Mediante el análisis de la voz de los clientes en las llamadas, detec-
tar indicios de fraude. 
 
o Evaluar el riesgo mediante imágenes o reconocimiento facial. 
 
o Generar automáticamente informes de evaluación de riesgos en base 






o Aceptar siniestros utilizando datos externos para poder verificar la 
existencia del mismo, como, por ejemplo, base de datos de vuelos. 
De esta manera el proceso es más ágil y eficiente. 
 
o Utilizar chatbots para la tramitación de siniestros y mejorar así la efi-
ciencia. En caso de tratarse de siniestros más complejos el chatbot 
derivaría el cliente a un tramitador. 
 
o Valorar siniestros en base a las fotografías proporcionadas por el 
cliente, de manera que la resolución sea más ágil. Utilizándola, por 
ejemplo, se puede detectar si la fotografía está trucada o si es co-
herente con la tipología del siniestro ocurrido. 
 
o Generar automáticamente informes de los siniestros en base a los 





o Poder predecir cuellos de botella mediante el análisis de la carga de 
trabajo histórica, de manera que se pueda anticipar. 
 





3. Aplicaciones prácticas en el sector 
 
Una vez explicado en qué consisten estas nuevas tecnologías, es el momento 
de ver en qué situación se encuentra actualmente el sector en cuanto a la utili-
zación de las mismas. Por lo que procederé a mencionar casos reales de utili-




3.1.1. Aplicaciones por ramos 
Salud 
 
La empresa Alephoo, líder en plataformas cloud para instituciones de salud, ha 
comenzado a utilizar la tecnología Blockchain para generar registros inmuta-
bles y auditables de forma independiente de todos los registros médicos. 
 
Por un lado, los registros son firmados criptográficamente con una marca tem-
poral en Blockchain, al usar esta tecnología se garantiza que los registros no 
fueron adulterados y se puede determinar de forma inequívoca el momento en 




Axa ha lanzado un seguro de viajes utilizando la tecnología Blockchain que 
consiste en que a través de la plataforma Fizzy, se puede contratar un Smart 
Contract que cubre el retraso de un vuelo. Ese contrato está directamente co-
nectado a las bases de datos de tráfico aéreo mundial, de tal forma que, en 
caso de producirse un retraso en el vuelo superior a dos horas, el contrato au-
tomáticamente envía el pago del siniestro al cliente, sin necesidad de que este 
tenga que reclamarlo. 
 
Con esto se producen dos mejoras fundamentales, por un lado, se reducen los 
costes de gestión de siniestros, ya que no se necesita a intervención de perso-
nas, sino que se autoejecuta solo, y, por otro lado, mejora la experiencia del 
cliente, dando confianza y transparencia, puesto que en caso de siniestro reci-
























Marina es la primera plataforma de blockchain para seguros marítimos, la cual 
ha sido impulsada por: 
- Ey 
- Guardtime 
- A.P. Møller-Maersk A/S 
- ACORD 
- Microsoft 
- MS Amlin, 
- Willis Towers Watson 
- XL Catlin 
 
Su objetivo es poder conectar a las empresas de transporte, mediadores, ase-
guradoras y otros participantes mediante los Common Distributed Ledgers que 
muestran los datos de las entidades y su riesgo de exposición, de manera que 
esa información sea accesible en la contratación de un seguro. 
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Los seguros marítimos son complejos por abordar temas internacionales que 
implican diversas partes, volumen cuantioso de información, muchas transac-
ciones, conciliación de información,…  
 
El uso de una plataforma blockchain permite: 
 
- Toma de decisiones rápidas ya que la información es compartida en tiempo 
real entre todos los participantes. 
- Mejora de los procesos, ya que a través de los Smart contracts hay proce-
sos que pueden ejecutarse de manera automática. 
- Mejora de productos y servicios, el disponer de datos a tiempo real y ser 
compartidos por todos los participantes, permite tener mayor conocimiento 
de las necesidades de los clientes, y, por tanto, abre la posibilidad de des-
arrollar nuevos productos y servicios. 
- Transparencia y auditabilidad entre todos las partes. 
 
3.1.2. Otras aplicaciones 
 
Reaseguro 
El consorcio B3i nombrado anteriormente, anunció en 2017 el lanzamiento de 
un prototipo en el que las transacciones de reaseguro se realizarían con tecno-
logía blockchain, concretamente estas pruebas se realizaran sobre los contra-
tos de Property Cat XoL. Las partes realizaran un Smart Contract a través de la 
plataforma, de manera que no será necesario que cada una de las partes por 
separado lleve la gestión de información del contrato, sino que está será com-
partida. Por ejemplo, ante una catástrofe cubierta por el contrato, éste se auto-
ejecutará calculando y realizando los pagos correspondientes. 
La plataforma se ha creado junto con IBM en Hyperledger Fabric de Linux 
Foundation y está previsto que se comercialice en enero de 2019, ya que es el 
momento donde se renuevan los contratos de reaseguro. 
La estructura de esta plataforma consiste en que cada una de las partes dispo-
ne de un libro privado en el que almacena sus datos y los elementos del contra-
to, y después existen dos libros más que son de uso compartido. En uno de 
ellos, denominado libro maestro de datos, se guarda la información de las em-
presas y las cláusulas comunes del contrato. En el otro, denominado libro de 
comunicaciones, se guardan las comunicaciones entre las partes, que solo 





















A través de esta plataforma una aseguradora puede solicitar una propuesta de 
reaseguro, ya bien sea directamente a una reaseguradora, o a través de un 
mediador. Se realizarán las comunicaciones entre las partes hasta alcanzar un 
acuerdo, y una vez cerrado el Smart Contract, éste se autoejecutará cuando se 
produzca un evento. 
El objetivo que se busca con el uso de Blockchain es el de que todas las partes 
intervinientes en el sector (aseguradoras, reaseguradoras y mediadores) se 
beneficien de una reducción de costes de administración y con ello poder ofre-
cer a futuro tarifas más atractivas. Actualmente, los procesos de reaseguro son 
muy manuales, lo que lleva a que en cada intercambio de información las par-
tes deben conciliar los datos y solicitar aclaraciones en caso de discrepancia. 
 
Swaps de Catástrofe 
 
Allianz Risk Transfer (ART) y Nephila han lanzado un Smart Contract mediante 
tecnología Blockchain para tramitar swaps de catástrofe natural. 
 
El trasfondo de un swap de catástrofe es muy similar al de un reaseguro, una 
aseguradora quiere transferir parte del riesgo catastrófico de su cartera, y para 
ello los instrumentaliza en forma de swap, buscando un inversor en el mercado 




Con este sistema, ante el acontecimiento de un siniestro el Smart Contract de 
la Blockchain es capaz de recabar la información del mismo de fuentes verídi-
cas y establecidas en el contrato, y de forma automática calcula los pagos a 
realizar, así como se ejecuta. 
 
Con ello, la liquidación de fondos entre aseguradoras e inversores se simplifica 
y se ejecuta con mayor rapidez, ya que se requiere menos intervención ma-
nual. 
 
Certificados de seguros 
 
Marsh ha comenzado a trabajar en una plataforma Blockchain para compro-
bantes de seguros, junto con IBM, Acord e ISN. 
 
La idea que existe tras este proyecto, igual que en la mayoría de proyectos 
Blockchain, es la de buscar una mayor agilidad y transparencia al sector.  
 
Los asegurados en muchas ocasiones para realizar actividades requieren certi-
ficados de la existencia de un seguro, y en la mayoría de casos, eso supone un 
proceso manual en el que la compañía de seguros debe elaborar manualmente 
un certificado, firmarlo y enviarlo al cliente, quien lo trasladará a la tercera parte 
interesada. 
 
El uso de una plataforma Blockchain permitiría a las partes interesadas autori-




Allianz Risk Transfer (ART), filial de AGCS, junto con EY, Ginetta, Citi Treasury 
y Trade Solutions han diseñado un prototipo de blockchain para un programa 
de seguro de cautivas.  
 
Un seguro de cautivas se produce cuando una compañía se autosegura asi-
misma, en vez de ir al mercado asegurador. Al final, esa sociedad cautiva 
creada actúa como una aseguradora, cobrando primas y pagando siniestros. 
Dado que se trata de programas internacionales, la complejidad de las transac-
ciones es alta y como consecuencia la agilidad es lenta.  
 
Con la creación de esta red blockchain, unida a la utilización de Smart con-
tractcs, se consigue mayor seguridad, mayor rapidez, ya que toda la informa-
ción está en una plataforma, que además puede autoejecutar procesos. Con 








Evaluación de riesgos 
 
Con la participación de Capgemini, las aseguradoras Generali Global Corporate 
& Commercial Italia, AIG y UnipolSai Assicurazioni junto con las corredurías 
Aon y Willis Towers Watson, han puesto en marcha en Italia una plataforma 
Blockchain para el intercambio de información de forma segura y eficiente en el 
proceso de evaluación de riesgos.  
 
El proceso actual en la mayoría de compañías se realiza de manera manual, 
por lo que tenemos un flujo de información considerable circulando entre ase-
gurado, corredor y aseguradora, en el que se producen ineficiencias. 
 
Esta nueva plataforma basada en la tecnología Corda de R3, permite a los par-
ticipantes en este proceso, compartir la información de una manera sencilla, 
eficiente y transparente, lo que permite agilizar el proceso, y poder elaborar la 
documentación contractual de manera sencilla. 
 
Tal y como recoge la nota de prensa publicada por este consorcio, el funcio-
namiento de esta plataforma es el siguiente: 
 
- Los corredores de seguros recopilan un conjunto de datos sobre los riesgos 
y los envían a las aseguradoras seleccionadas para una primera evaluación.  
 
- Las aseguradoras evalúan e indican si están o no interesadas.  
 
- Los corredores completan el proceso de recogida de datos y envían un pre-
supuesto a las aseguradoras.  
 
- Las aseguradoras envían una propuesta económica a los corredores y co-
mienza un procedimiento de negociación en la plataforma, que finaliza con 
un acuerdo entre las partes (el sistema ofrece la posibilidad de gestionar 
riesgos en coaseguro).  
 
- Una vez acordado el contenido de la póliza de seguro, se emite una orden 
electrónica a todas las partes implicadas, a fin de que se pueda emitir la 
póliza mediante el acceso a la información introducida en el registro, en to-
dos los casos encriptada y accesible únicamente a las partes implicadas. 
 
 
A continuación, resumo los casos comentados indicando la situación actual y 

















Fuente: Elaboración propia 
 
 






Fuente: Elaboración propia 
 
3.2. Internet of Things (IoT) 
 




Caser y Net4Things 
 
En 2016 Caser lanzó el primer seguro piloto de Hogar con Tecnología IoT 
llamándole “Hogar Go” utilizando la tecnología de Net4Things.  
 
Este seguro se vendía junto con un kit autoinstalable que contenía una cámara 
de vídeo, un detector de humos y sensores de movimientos y temperatura y 
que permitía al cliente controlar mediante una aplicación de móvil su hogar. 
 







Liberty Mutual Insurance y Nest 
 
En 2015 Liberty Mutual Insurance ofreció a sus clientes de varios estados de 
Estados Unidos la posibilidad de compartir los datos del correcto funcionamien-
to de los dispositivos contratados con la empresa Nest (básicamente detectores 
de humo), de manera que a cambio de que la compañía Nest proporcionase 
mensualmente información a Liberty conforme los dispositivos se encontraban 
instalados y funcionaban correctamente, ésta ofrecía a sus clientes descuentos 
en sus seguros del hogar. 
 
American Family Insurance 
 
La compañía American Family Insurance ofrece a sus clientes descuentos en la 
prima del seguro de hogar a cambio de utilizar dispositivos inteligentes que 
permitan proteger sus hogares como son detectores de humo, timbres “siempre 
en casa” que permiten contestar al timbre de casa mediante un teléfono móvil 





La compañía americana Beam tiene un programa dental en el que proporciona 
a sus clientes un cepillo de dientes eléctrico que transfiere la información de 
cómo y cuándo se realiza el cepillado a un dispositivo móvil, de manera que 
cuanto mejor sea el cepillado que realiza el cliente, obtiene mayores descuen-
tos en el seguro dental. 
 









La startup americana Oscar Health se unió a la compañía Misfit de manera que 
cada uno de sus clientes dispone de un dispositivo para la muñeca Misfit que 
transfiere información de actividad a su aplicación Misfit Flash y ésta se puede 
transferir a la aplicación de Oscar.  
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Con esto la compañía de seguros implanta un programa de bienestar en el que 
premia a sus clientes con un dólar diario si cumplen con sus objetivos, y en el 
que pueden acumular hasta 20 dólares en crédito en Amazon. 
 










La compañía americana John Hancok ofrece a sus clientes el programa de 
bienestar John Hancock Vitality en el que a cambio de llevar un estilo saludable 
de vida (hacer ejercicio, comer bien, realizarse chequeos médicos), ésta les 
ofrece: 
- Descuentos de hasta el 15% en las primas anuales 
- Descuentos de hasta 600 dólares en las compras de alimentos saludables 
- Descuentos y recompensas en Amazon, Hyatt, iTunes, REI, Royal Caribbe-
an International y otros. 
- Un dispositivo Fitbit gratuito, o descuentos en el Apple Watch. 
 
Al realizar actividades saludables como pueden ser ir al gimnasio o realizarse 
chequeos médicos, el programa les da puntos de vitalidad, en base a los pun-
tos acumulados, cada año se da a los clientes un status de vitalidad, y en base 
a este pueden obtener mayores descuentos en las primas del seguro de vida o 
mayores premios y descuentos. 
 
Los avances en el programa se miden a través de dispositivos como el Apple 
Watch o Fitbit que transfieren la información a la aplicación móvil de la compañ-
ía. 
 
Con este programa la compañía consigue mejorar la salud de sus clientes, y 
por tanto de la sociedad, así como mejorar el riesgo de su cartera. 
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La compañía Erie Insurance recibió en el año 2015 el permiso para poder utili-
zar drones con fines comerciales. En concreto, la compañía utiliza el uso de 
estos drones para poder tomar imágenes aéreas de los daños causados en 
propiedades de sus clientes y para realizar inspecciones de riesgos.  
 
Esto permite obtener información mucho más detallada en menor tiempo, y sin 





La compañía de automóviles Hyundai dispone del servicio de automóvil Hyun-
dai Blue Link que permite mediante aplicación controlar desde el teléfono móvil 
varias funcionalidades del coche como pueden ser:  
 
- Encender la calefacción o el aire acondicionado antes de llegar al coche. 
- Cerrar o abrir las puertas del automóvil 
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- Programar revisiones mecánicas, o recibir avisos de posibles averías. 
- Localizar el vehículo 
 






Hyundai ha decidido asociarse con Verisk, una compañía de análisis de datos, 
para poder ofrecer a sus clientes seguros de automóvil basados en el uso. De 
esta manera, si los usuarios dan su consentimiento, Hyundai suministrará los 
datos de Blue Link a Verisk, de manera que los conductores tendrán acceso a 
Verisk Driving Score, el cual les da una puntuación como conductores que les 
permite acceder a seguros por uso con descuento. 
 
Progressive 
La compañía Progressive dispone de un seguro de automóvil llamado Snaps-
hot en el que la prima depende de cómo y cuánto conduzca el asegurado. Para 
ello, mediante una aplicación móvil o lo instalación de un dispositivo en el co-
che, se recogen datos de la conducción. 
 
Metromile 
La compañía Metromile dispone de un seguro de automóvil por uso, pero en 
este caso, la compañía solo tiene en cuenta los kilómetros recorridos por sus 
clientes, no considera otros aspectos como la velocidad o el tipo de conduc-
ción.  
 
Para poder medir los kilómetros recorridos, el cliente debe instalar en su coche 
el Metromile Pulse, y adicionalmente, tiene la posibilidad de utilizar la aplicación 





State Farm es otra compañía que dispone de un seguro por uso de automóvil, 
llamado Drive Safe & Save. En este caso, el asegurado debe bajarse la aplica-
ción de la compañía y registrarse, después recibe en casa un dispositivo blue-
tooth para instalar en el vehículo que es el que trasferirá la información del 
vehículo a la aplicación. En la primera anualidad el cliente tendrá un descuento 
aproximado del 5% en la prima, y en las renovaciones posteriores dependerá 
del uso que haya realizado. 
 
Tal y como ha podido verse en los ejemplos, Internet of Things lo que propor-
ciona es un sistema más preciso de evaluación de los riesgos individuales de 
cada asegurado, lo que permite adaptar las primas a cada uno de ellos, incen-
tivando al asegurado a tomar medidas de prevención. Además, permite a las 
aseguradoras ofrecer servicios adicionales a sus clientes, como son planes de 
bienestar, que a la vez contribuyen a reducir los riesgos. 
 
A continuación, muestro un esquema por ramo del punto de partida y hacia 
donde está yendo Internet of Things. 
 
 




Fuente: Elaboración propia 
 
3.3. Machine Learning 
3.3.1. Aplicaciones por ramos 
Tarificación 
 
Willis Towers Watson 
 
Esta compañía dispone de un software de tarificación  que permite realizar ac-
tualizaciones de tarificación en tiempo real.  En la versión 4.0. lanzada en 2018, 
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han incorporado en este software técnicas Gradient Boosting Machines (GBMs) 




La compañía Octo Telematics a partir de la tecnología de Cloudera recoge da-
tos de 5 millones de vehículos, con esos datos y utilizando tecnología machine 
learning la compañía puede crear modelos de riesgos para aseguradoras que 
permiten realizar predicciones de hábitos de conducción, detectar fraudes,… 
que mejoran la gestión de las aseguradoras a la vez que pueden favorecer a 




La compañía Progressive, comentada ya en los casos de Internet of Things, 
utiliza la plataforma de H2O.ai de machine learning para realizar modelizacio-






La compañía Lapetus Life Event Solutions dispone de una tecnología llamada 
Crhonos mediante la cual, un cliente que quiere realizar un seguro de vida se 
hace un selfie y escanea la fotografía del carnet de conducir. Con esto, el soft-
ware puede por ejemplo, detectar que la persona es fumadora analizando las 
líneas de su cara y teniendo en cuenta la edad, o estimar el índice de masa 
corporal. 
 
Esto puede revolucionar la suscripción de seguros de vida, reduciendo los 
tiempos de espera para ser aceptados, y evitando exámenes médicos. 
 
 










La compañía online china Zhong An utiliza machine learning para varios proce-
sos. Por ejemplo, en siniestros, concretamente en el seguro de móviles, me-
diante reconocimiento de imagen puede detectar si la pantalla ha sufrido algún 
daño así como si las fotografías han sido retocadas. También la utilizan para la 
detección de fraudes, mediante el análisis de datos detectaron que en una zo-






Lemonade es una compañía americana que funciona a través de una App, y 
que dispone de los Chatbots de Maya y Jim que se encargan atender las solici-
tudes de clientes, gracias a su inteligencia artificial. En realidad Maya y Jim son 
empleados de la compañía, pero en la mayoría de interacciones con los clien-
tes en realidad no son ellos los que responden. 
 
A finales del ejercicio 2017, Lemonade consiguió un record, un cliente aperturó 
un siniestro de un robo, que le llevó solo unos pocos minutos, pero el record 
fue que en tres segundos, el chatbot de Jim analizó su póliza, ejecutó los algo-
ritmos antifraude y envió la transferencia de la indemnización al banco del 
cliente, todo sin ningún tipo de papel. 
 
 










Next insurance es compañía americana que permite a sus clientes, adquirir 




La compañía Geico dispone del chatbot Kate que atiende a sus clientes me-




La compañía india HDFC Life proporciona mediante un chatbot asesoramiento 
a sus clientes, mediante un cuestionario de unos 60 segundos, éste calcula la 





4. Unión de fuerzas 
 
Como se ha visto a lo largo del trabajo, Blockchain, Internet of Things y Machi-
ne Learning puede tener un gran uso en el sector asegurador, pero no solo in-
dividualmente, sino que justamente el utilizar varias de ellas puede potenciar 
los resultados obtenidos. Por ello, en este apartado vamos a tratar de ver hacia 
donde se puede ir con la combinación del uso de estas tecnologías.  
 
4.1. Blockchain como barrera a los Ciberataques en IoT 
 
Cada vez son los más los dispositivos conectados en Internet of Things, por lo 
que estos acabaran por atraer la atención de delincuentes que quieran aprove-
charse de las debilidades del sistema.  
 
Hay que tener en cuenta que, aunque a nivel de compañías se puede ser más 
consciente del riesgo al que se exponen al utilizar dispositivos conectados, y 
por ello, se intentaran poner medidas de seguridad que eviten ciberataques, la 
realidad es que, por un lado, IoT ha irrumpido de forma rápida y no siempre se 
han tomado las precauciones adecuadas, y por otro, en el sector asegurador 
esos dispositivos están en poder de los clientes, por lo que un mal uso puede 
poner en peligro toda la red. 
 
En el año 2016 se lanzó a la empresa Dyn un ataque mediante el troyano Mirai 
que utilizó el hecho de que muchos dispositivos IoT tienen las credenciales por 
defecto o configuraciones sencillas, de manera que consiguió apoderarse de 
ellos y utilizarlos de apoyo para el ataque que dejó sin poder utilizar webs como 
Amazon o PayPal.  
 
Si recordamos Blockchain utiliza un sistema de encriptación en el que cada 
transacción tiene asociado un hash y que cualquier intento de manipulación de 
la transacción tiene como consecuencia que sea imposible generar el mismo 
hash por lo que se pueden detectar de este modo ataques. Además de esto, la 
información de red es compartida por todos los usuarios o parte de ellos (de-
pendiendo si es pública o privada) por lo que debería atacarse a todos los 
usuarios de la red para conseguir destruir la información original. 
 
De este modo, si unimos Internet of Things con Blockchain, podemos tener un 
registro de IoT donde la información es rastreable, se pueden detectar intentos 













4.2. Un punto de encuentro, los Smart Contracts 
 
Como hemos visto al revisar la tecnología Blockchain, ésta puede unirse a los 
Smart Contracts de manera que ante un evento el contrato se ejecute automá-
ticamente en la red Blockchain. Uno los ejemplos vistos es el de los seguros de 
cancelación/retraso de vuelos, cuando se produce el siniestro la información 
llega automática a la red y ésta ordena el pago de la indemnización sin necesi-
dad de que una persona revise el expediente. 
 
En los casos en los que existe una base de datos digitalizada es sencillo poder 
unir el evento a la ejecución del Smart Contract, sin embargo, si el siniestro 
está relacionado con un objeto no es tan sencillo. Es aquí donde la unión de 
IoT y Blockchain vuelve a tomar sentido. 
 
Si el objeto asegurado está conectado mediante un dispositivo inteligente que 
envía la información recogida a la Blockchain, cuando ocurra el evento el Smart 
Contract podrá autoejecutarse. Esto da mayor transparencia al proceso, con lo 
que crea una relación de confianza entre asegurado y aseguradora, donde no 
es necesario intermediarios. 
 
Actualmente ya se existen compañías interesadas en esta unión de tecnolog-
ías, y una muestra de ello es el consorcio Trusted IoT Alliance, que entre las 13 
industrias que se beneficiaran de ese consorcio citan precisamente el asegura-
dor, estando Swiss Re entre uno de sus miembros. 
 







4.3. Blockchain, IoT y Machine Learning 
 
Como hemos visto en los dos apartados anteriores, la unión de Blockchain y 
IoT proporciona una serie de ventajas como son la fiabilidad de la información y 
la mejora de la eficiencia de los procesos mediante acciones autoejecutables. 
 
Ahora bien, si es cierto que mediante los Smart contracts podemos conseguir 
que cierta información recogida por IoT nos permita autoejectuar el contrato a 
través de la red Blockchain, también es cierto que IoT recoge un gran volumen 
de datos que en la mayoría de los casos no son gestionados por las compañ-
ías. En ese contexto es donde la participación de Machine Learning puede su-
poner un hecho diferenciador. 
 
Si la información fiable recogida en Blockchain de los dispositivos de IoT es 
tratada mediante Tecnología Machine Learning las compañías aseguradoras 
tendrán la capacidad de analizar la información de manera fiable y rápida. Esa 
capacidad de análisis les permitirá entre otros: 
 
- Segmentación de clientes: el análisis de los datos de todos sus clientes les 
permitirá detectar patrones de comportamiento que les permita hacer seg-
mentaciones de clientes más ajustadas, y como consecuencia, realizar tari-
ficaciones acordes a la realidad. 
 
- Detección de fraude: el análisis de datos permitirá a las compañías detectar 
comportamientos sospechosos de fraude. 
 
- Recomendación de planes de salud: la recopilación de datos de salud y 
hábitos de clientes, puede permitir hacer recomendaciones personales de 








5. Desarrollo de un Caso Práctico de Blockchain 
 
Tal y como hemos ido viendo a lo largo de este trabajo, las aplicaciones prácti-
cas de Blockchain tanto en el sector asegurador como en el resto de sectores 
son amplias, y pese a que aún estamos en el inicio de esta nueva tecnología 
las ventajas que puede aportar son extensas. 
 
Desde mi punto de vista, la aplicación más práctica que se puede hacer en el 
uso de Blockchain en nuestro sector es la mejora de procesos que las entida-
des están realizando actualmente. El sector asegurador como hemos visto, 
tiende a ser conservador, y esto ha provocado que en muchas ocasiones tec-
nológicamente vaya un paso atrás de otros sectores como puede ser el banca-
rio, lo que al final se traduce en un mayor coste administrativo. Sin embargo, 
Blockchain ha conseguido que grandes compañías del sector se unan en un 
consorcio (B3i) en busca de aplicaciones prácticas en el sector, lo que da un 
gran potencial a esta tecnología puesto que podrán lograrse mejoras globales y 
no solamente ventajas internas en cada una de las compañías. El hecho de 
que en este consorcio nos encontremos tanto aseguradoras, como reasegura-
doras como brokers, demuestra el interés de todo el sector y que el cambio es 
posible. 
 
En base a lo anterior y a mi experiencia profesional, he decidido desarrollar en 
este trabajo un caso práctico de aplicación. Uno de los problemas con los que 
me he encontrado a la hora de realizar esta tesis es que al tratarse de una tec-
nología tan reciente, la información que hay disponible es muy limitada. Se en-
cuentra una infinidad de artículos sobre el tema, pero en pocas ocasiones se 
profundiza sobre el mismo. He asistido a conferencias donde se han hablado 
de aplicaciones prácticas que se están realizando ya en el sector asegurador, 
sin embargo, cuando he querido documentarlas, pese a conocer de su existen-
cia, la información que he logrado encontrar ha sido mínima. Por ello, en este 
apartado quiero entrar en detalle en una aplicación práctica, pero no desde la 
visión tecnológica, puesto que para ello ya existen grandes profesionales de 
consultoras que pueden desarrollar la idea, sino desde el punto de vista de la 
compañía aseguradora, donde la parte fundamental es detectar donde tenemos 
procesos que pueden ser mejorados y en los cuales el coste-beneficio de apli-
car esta nueva tecnología es positivo para la entidad.  
 
Tras pensar en donde aplicar una solución práctica, he decidido realizarlo en la 
gestión del coaseguro de grandes de riesgos (excluyendo la parte de sinies-
tros), principalmente, por los siguientes motivos: 
 
– Permite una aplicación global, puesto que al tratarse de grandes riesgos 
participan los principales actores: aseguradoras, reaseguradoras y brokers. 
 
– Permite implantación por etapas, si bien este análisis tratará de dar una 
solución global desde la solicitud de cotización hasta la liquidación de recibos, 





– Mayor impacto en la mejora de procesos, mientras que en los seguros 
masivos se ha conseguido optimizar procesos, en grandes riesgos, dado que el 
volumen suele ser menor en las compañías y cada póliza es distinta a la ante-
rior, existe todavía un gran recorrido de mejora. 
 
– Mayor riesgo de error, precisamente porque se tratan de pólizas hechas 
a medida y con alto grado de complejidad, existe una mayor probabilidad de 
error, así como un impacto más elevado de este error, al tratarse de un gran 
riesgo.  
 
Antes de comenzar con el ejemplo concreto, haré una pequeña introducción 
sobre qué es el coaseguro. 
 
Un coaseguro consiste en asegurar un riesgo entre varias aseguradoras que 
responden sobre el mismo en función de su participación. La responsabilidad 
de cada una de ellas no es solidaria, puesto que cada una de ellas responderá 
únicamente por su participación. La forma más habitual de gestión es la exis-
tencia de una única póliza firmada por el cliente y por todas las aseguradoras 
participantes en el coaseguro, en la que habitualmente la coaseguradora con 
mayor participación en el riesgo se le denomina abridora, y es la encargada de 
la gestión de la póliza manteniendo ella la relación directa con el cliente y/o in-
termediario, y facilitando de forma periódica la información al resto del cuadro 
de coaseguro (se les denomina seguidoras).     
 








Fuente: Elaboración propia  
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Del gráfico anterior puede verse que existen diversas relaciones entre los dife-
rentes participantes, que al final se traducen en transacciones con intercambio 
de información, las principales son: 
 
- Cliente vs Bróker/Abridora: el cliente se pone en contacto con una En-
tidad Aseguradora o con un mediador para solicitar una cotización para 
un riesgo que desea cubrir (en algunos casos podría ser ofertada en vez 
de solicitada). En este caso el cliente facilita información sobre el riesgo 
que quiere cubrir y cómo quiere cubrirlo, y el bróker o abridora, en base 
a esa información elabora un proyecto de seguro que en caso de ser 
aceptado por el cliente, se traducirá en una póliza. Si la operación se lle-
va a cabo, se producirán una serie de transacciones asociadas a la 
misma como son, entre otras: 
o Firma de la póliza por ambas partes 
o Pago de la prima de seguro por parte del cliente 
o Solicitud de modificaciones/suplementos en la póliza 
o Solicitud de baja de la póliza 
 
- Bróker vs Aseguradoras: cuando existe la figura de bróker éste debe 
recabar la información necesaria del cliente sobre el riesgo a asegurar 
de manera que éste pueda trasladarla a las Entidades Aseguradoras pa-
ra que realicen una cotización sobre la misma. El bróker deberá buscar 
la oferta más beneficiosa para su cliente, y a la vez, si no ha sido pacta-
da previamente con el cliente, deberá negociar su propia retribución con 
las Aseguradoras. Por tanto, existe una primera parte de negociación 
entre bróker y aseguradoras en base a la información que han intercam-
biado. Si se llega a un acuerdo entre las partes que es aceptada por par-
te del cliente, la aseguradora Abridora elabora el documento de la póliza, 
la facilita al bróker para que la pase a firmas tanto por el cliente como el 
resto del cuadro de coaseguro. Lo habitual es que la abridora reciba el 
pago de la prima por parte del cliente, y a continuación pague la comi-
sión al bróker, sin embargo, también podría producirse que el bróker co-
brase la prima al cliente y después las liquidase a la abridora, por tanto, 
aquí podrían producirse transacciones monetarias por uno o varios con-
ceptos. Durante la vigencia de póliza el bróker recibirá solicitudes de 
modificaciones/suplementos por parte de cliente que deberá trasladar 
tanto a la abridora como a las seguidoras para que introduzcan en sus 
sistemas estas variaciones y tengan actualizado el riesgo. Por último, 
antes del vencimiento de la póliza las partes tendrán que tomar la deci-
sión de continuar en el riesgo, ajustar los términos de la póliza en fun-
ción de la experiencia, cancelar la póliza o modificar el cuadro de coase-
guro. 
 
- Abridora vs Seguidoras: dado que la entidad abridora es la que lleva la 
gestión administrativa de la póliza, periódicamente deberá enviar al resto 
de entidades del cuadro de coaseguro las liquidaciones de primas, co-
misiones, siniestros y gastos de coaseguro. Éstas deberán comprobar 
que la información enviada por la abridora coincide con la de sus siste-
mas y en caso de producirse discrepancias, deberán ponerse en contac-
to para encontrar el origen de esas diferencias.  
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- Aseguradoras vs Reaseguradoras: dado que se tratan de grandes 
riesgos, aun solo participando en parte del riesgo, es habitual que las 
compañías cedan parte del riesgo a un reasegurador. Por lo que cada 
una de las entidades aseguradoras estudiará cómo quiere reasegurar 
ese riesgo, verá si éste se puede cubrir con algunos de los contratos de 
reaseguro que ya disponga la entidad, y en caso contrario, irá al merca-
do en busca de un contrato facultativo. En el primer caso, la relación 
consistirá en que periódicamente la aseguradora enviará al reasegura-
dor las liquidaciones con la información de primas, comisiones y sinies-
tros, en cambio, en el segundo caso, antes de esto deberá negociar con 
reaseguradores facilitándoles la información del riesgo a asegurar a fin 
de llegar un acuerdo. 
 
A continuación profundizaré en los problemas actuales de cada uno de estos 
procesos y en cómo Blockchain puede ayudar a mejorarlos. 
 
 
5.1. Proceso negociación 
 
5.1.1. Situación previa a la aparición de Blockchain 
 
Cuando un cliente quiere asegurar un gran riesgo, habitualmente acude a un 
bróker para que éste le asesore y le ofrezca una solución. Éste le solicita infor-
mación tanto para poder ofrecerle el mejor producto según las características 
del riesgo como para luego poder trasladar esa información a las aseguradoras 
y que en base a esa información puedan cotizar el riesgo. Las aseguradoras 
asimismo, si por su política de suscripción deben reasegurar parte del riesgo, 
deberán revisar si las características del  riesgo permiten reasegurarlo a través 
de los contratos de reaseguro que tienen actualmente, o en caso contrario, de-
berán ir al mercado reasegurador en busca de un contrato facultativo, por lo 
que la información recibida del bróker deberán trasladarla a los distintos rease-
guradores para poder negociar un contrato con ellos. 
 
El proceso descrito anteriormente se traduce en emails y llamadas telefónicas 
en los que el cliente facilita información al bróker y a su vez, el bróker facilita 
esa información mediante emails y llamadas telefónicas a las distintas asegu-





















Fuente: Elaboración propia 
 
Al final nos encontramos con un flujo de información en el que existen como 
principales riesgos: 
 
- Información no homogénea entre participantes: todos los participan-
tes deberían disponer de la misma información, sin embargo, el hecho 
que ésta viaje mediante varios emails y llamadas telefónicas puede pro-
vocar que alguna de esa información no se traslade a alguno de los par-
ticipantes. Eso es un gran riesgo ya que si esa información no traslada-
da es significativa para ese participante nos podríamos encontrar por 
ejemplo, que una aseguradora aceptase un riesgo, y cuando trasladase 
la póliza definitiva al reasegurador éste se negase a cubrir el riesgo. 
 
- Interpretación errónea de la información: la información que viaja por 
emails y llamadas telefónicas no está parametrizada, cada participante 
la transmite a su manera, esto puede provocar que dos participantes in-
terpreten de forma distinta una misma información. Esto podría derivar 
por ejemplo, a que una vez recibida la póliza definitiva con su redactado 
estándar, una aseguradora se negase a cubrir el riesgo por no haber in-
terpretado de esa manera la información recibida anteriormente. 
 
- Incorrecto archivo y recopilación de información: la información no 
viaja en un único envío y adicionalmente, el riesgo no es estático por lo 
que los datos pueden irse actualizando. Si los receptores de información 
no son personas metódicas y ordenadas, y archivan correctamente la in-
formación en los sistemas de su entidad, nos podríamos encontrar por 
ejemplo, que dado que habitualmente la retribución del bróker no apare-
ce en la póliza, nos reclamasen una comisión superior a la pactada sin 
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tener documentación para poder contrastarla. Aun suponiendo que toda 
la documentación estuviese archivada, cada usuario tiene una forma de 
trabajar, por lo que si un tercero quiere algún documento, le puede resul-
tar difícil encontrarlo.  
 
- Información proporcionada fuera de tiempo y forma: dado que la in-
formación no se transmite al mismo tiempo a todos los participantes, y 
por tanto, puede existir demora en la recepción de la misma, nos pode-
mos encontrar por ejemplo, que en la última actualización de capitales 
realizada se haya superado la capacidad de suscripción de una de las 
compañías del cuadro de coaseguro, y pese a creer que la póliza está 
cerrada, cuando ésta recibe esa nueva actualización rechace participar 
en el riesgo por no ceñirse a su política de suscripción. 
 
 
5.1.2. Mejoras que Blockchain podría aportar 
 
Una red Blockchain puede dar solución a gran parte de los riesgos comenta-
dos. Si disponemos de una Blockchain privada formada por todas las asegura-
doras, brokers y reaseguradoras del mercado, cuando un cliente acude a un 
bróker  para solicitar un seguro, el bróker introducirá toda la información de la 
operación en la Blockchain.  
 
Podríamos ampliar la red e introducir al cliente en la misma, pero a diferencia 
del resto de participantes, el cliente que acude para cubrir un riesgo es muy 
diferente en una operación u otra, además que por lo general, no tendrá el sufi-
ciente conocimiento en seguros como para gestionar correctamente la informa-
ción en la red, por lo que a priori, hasta que la tecnología Blockchain no esté 
mucho más desarrollada el papel del cliente en la red lo simplificaría como 
máximo a un KYC, es decir, el cliente se identifica en una Blockchain y una vez 
registrado y verificado su identidad en el sistema, puede compartir la informa-
ción necesaria con aquellos participantes con los que quiera interactuar, en 
este caso, con bróker y aseguradoras. 
 
Una vez introducida la información en la Blockchain, el bróker podría decidir 
con que nodos (participantes) comparte esta información, ya que al no ser una 
Blockchain pública la información no tiene porque ser visible por todos. Las 
aseguradoras recibirían esa información, que sería idéntica para todas, y con 
ello valorarían el riesgo. En caso de solicitar aclaraciones o se recibiese actua-
lización de la información del riesgo, la nueva información sería de nuevo com-
partida entre bróker y todas las aseguradoras. 
 
Cuando cada una de las aseguradoras fuese posicionándose en cubrir o no el 
riesgo, y en qué participación hacerlo, éstas a su vez abrirían la red a las re-
aseguradoras con las que quisieran negociar reasegurar parte de su riesgo, por 
lo que éstas tendrían acceso exactamente a la misma información que tienen 
las aseguradoras para tomar la decisión, y estarían actualizadas en todo mo-
mento, puesto que una vez una aseguradora les abriese la red, tendrían acce-




Gráfico 30. Blockchain en el Proceso de negociación 
 
 
Fuente: Elaboración propia 
 
Del proceso descrito anteriormente podemos ver que con la Blockchain esta-
mos solucionando los principales riesgos actuales del sistema comentados al 
inicio del capítulo, los participantes tendrían información homogénea y la dis-
pondrían en el mismo instante, toda la documentación y el proceso de negocia-
ción estaría documentado en la blockchain, sería compartido por todos los par-
ticipantes y no podría ser manipulado por ninguna de las partes. 
 
Para ganar aun mayor eficiencia a lo comentado, la clave sería que la Block-
chain fuese capaz de tener parametrizada toda la información, de manera que 
cuando se recibiese la información del cliente ésta se pudiese incorporar en 
una plantilla predefinida que después del proceso de negociación, sería la base 
para que se autogenerase el redactado de la propia póliza. Esta tarea no sería 
sencilla, puesto que habría que elaborar un listado de todas las cláusulas que 
se pueden incorporar en una póliza, identificar todos los riesgos,…. Pero dado 
que estaríamos hablando de una Blockchain de todo el sector, con la colabora-
ción de todos los participantes podría alcanzarse y al final se traduciría en una 
mejorar de eficiencia para todos ellos. Esta parametrización debería ser posible 
actualizarse mediante el consenso de toda la red, ya que el mercado va evolu-
cionando junto con la sociedad y aparecen nuevos riesgos no contemplados 
hasta el momento. 
 
Adicionalmente a lo comentado, y aunque se trataría de dar un paso más allá a 
lo que es propiamente el uso de una Blockchain, si pudiesen incorporarse aler-
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tas tanto globales a la red, como individuales para cada uno de los participan-
tes, se produciría una mejora en muchos de los procesos actuales de suscrip-
ción. A continuación, paso a detallar algunas ideas: 
 
- Firma: es conocido que en el sector asegurador en muchas ocasiones 
es difícil lograr la firma de las pólizas por parte del cliente. Cuando es-
tamos hablado de grandes riesgos, dado que se tratan de pólizas 
hechas a medida aun conlleva mayor relevancia obtener esa firma. Por 
esto, si la propia Blockchain pudiese programar avisos periódicos a los 
participantes cuando en la misma no estuviese archivada la póliza firma-
da, recordaría, principalmente al bróker, que debe gestionar ese tema. 
Esto no sería garantía de la obtención de la firma, pero sería un recorda-
torio, además que acabaría poniendo en evidencia si la operativa habi-
tual de alguno de los bróker fuese la de no gestionar la firma. 
 
- Política de suscripción: cada una de las entidades aseguradoras, así 
como de las entidades reaseguradoras, tienen una política de suscrip-
ción, por ello, ante un mismo riesgo, una entidad puede decidir cubrir 
ese riesgo mientras que otra no. Al final, en la operativa actual, se tradu-
ce en que existe un documento interno de la compañía donde se descri-
be esa política de suscripción y se comparte con las personas que inter-
vienen en el proceso de suscripción. Así, cuando se recibe petición de 
cotizar un riesgo, el suscriptor debe revisar que las características del 
riesgo se encuentran dentro de los parámetros de la política de suscrip-
ción de la compañía antes de aceptarlo.  
 
Si como hemos dicho anteriormente, hemos conseguido parametrizar la 
entrada de datos del riesgo en la Blockchain, podríamos parametrizar 
nuestra propia política de suscripción, de manera que cuando nos en-
trase la solicitud de cotización, nos saltasen alarmas automáticas si al-
guna de las características de ese riesgo estuviese incumpliendo nues-
tra política de suscripción. Con eso se reduciría significativamente el 
riesgo de error humano de suscribir riesgos no deseados por la compañ-
ía. 
 
- Gestión de usuarios: dentro de un departamento de suscripción, no to-
dos los empleados revisan todo tipo de riesgos, sino que en función del 
ramo y de las características del mismo, se le asigna a un usuario con 
mayor o menor experiencia. 
 
De la misma manera que en el punto anterior, si la entrada de datos está 
parametrizada, podrían programarse una serie de reglas en función de 
las cuales se distribuyese a un usuario u otro. Esto permitiría que el 
riesgo fuese gestionado por la persona adecuada, así como se distribu-
yesen el estudio de nuevos riesgos de forma equitativa entre usuarios 
del mismo nivel. 
 
Profundizando más en este tema, incluso podría establecerse reglas en 
las que si bien el estudio se pudiese realizar por un determinado usuario, 
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para determinados riesgos se necesitase la aprobación de un segundo 
usuario antes de aceptar participar en el riesgo.   
 
      
5.2. Liquidación de primas y comisiones 
 
5.2.1. Situación previa a la aparición de Blockchain 
 
Cuando una operación ya está cerrada por todas las partes es cuando comien-
zan a producirse las transacciones que conllevan movimientos económicos. En 
primer lugar, el cliente deberá ingresar el importe de la prima, habitualmente a 
la compañía abridora, ésta una vez cobrado el recibo, deberá por una parte, 
pagar al bróker la comisión de la operación, y por otro lado, deberá pagar al 
resto de compañías del cuadro de coaseguro la parte de prima que correspon-
de a su participación, descontando la parte proporcional de comisión para el 
bróker así como otros gastos de gestión del coaseguro. Por último, cada una 
de las compañías aseguradoras deberá pagar a las compañías reaseguradoras 
según el contrato que hayan establecido cada una de ellas. 
 
Respecto a la retribución del bróker, éste suele enviar periódicamente liquida-
ciones a las aseguradoras con las que trabaja, por lo que extrae de sus siste-
mas aquellas operaciones que tiene pendiente el cobro de comisión, y envía el 
detalle de todas a cada una de las aseguradoras con las que trabaja para que 
éstas revisen las liquidaciones, y le realicen el pago correspondiente. 
 
Al final ese proceso se traduce en ficheros Excel o pdfs de diferentes formatos 
viajando desde el bróker a las aseguradoras, dónde éstas deben revisar en sus 
sistemas que la información recibida coincide con la suya para poder dar la or-
den de pago de las comisiones, y en caso contrario ponerse en contacto con el 
bróker para tratar de dar solución a las diferencias.   
 




Fuente: Elaboración propia 
 
Al final de nuevo nos encontramos con un flujo de información en el que existen 
como principales riesgos: 
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- Demora en el cobro de comisiones: una vez la compañía aseguradora 
recibe el cobro de la prima, pueden pasar semanas, incluso meses hasta 
el bróker reciba su comisión ya que éste enviará la información en su li-
quidación periódica, ésta deberá ser revisada por la aseguradora, si 
existen indecencias deberán realizar comunicaciones para solventarlas, 
y por último, una vez llegado al consenso se dará la orden de pago. 
 
- Conciliación de información: cada bróker tiene sus propios sistemas y 
elabora los documentos de las liquidaciones con un formato propio. Esto 
dificulta la tarea de la aseguradora a la hora de conciliar la información 
ya que al trabajar con varios brókers y que cada uno trabaja con su pro-
pio formato ocasiona que no pueda automatizarse parte de este proce-
so, con el coste operativo que ello acarrea.   
 
- Incidencias: dado que cada una de las partes introduce la información 
de las pólizas en sus sistemas, a la hora de recibir la información de las 
liquidaciones se pueden encontrar diferencias entre la información del 
bróker y de la aseguradora. Estas diferencias deben gestionarse entre 
ambas compañías, y en muchas ocasiones, esto implica la intervención 
de varios departamentos de cada una de las compañías, ya que si bien 
habitualmente la gestión de las liquidaciones las lleva a cabo los depar-
tamentos administrativos de ambas compañías, para poder solventar las 
incidencias es necesario que intervengan los departamentos que partici-
paron en la suscripción. Todo esto supone una demora en los procesos 
así como un coste administrativo. 
 
 
5.2.2. Mejoras que Blockchain podría aportar 
 
Con la Blockchain podría solventarse estos riesgos ya que una vez la abridora 
introdujese en la red el cobro de la prima, automáticamente, según el porcenta-
je de comisión que figurase acordado, se realizaría el pago de la comisión al 
bróker. Con esto se eliminaría los documentos de liquidaciones y no sería ne-
cesario ni contrastar la información ni gestionar incidencias, con el ahorra de 
costes administrativos que eso llevaría. El único punto que no quedaría solven-
tado es, mientras el cliente no esté incorporado en la red, puede existir una 
demora entre el cobro de la prima, y el momento en el que se introduce el co-
bro en la Blockchain. En cualquier caso, reduce mucho los tiempos respecto al 
sistema actual. 
 
Respecto al pago de primas (descontando comisión y gastos) de la compañía 
abridora a las seguidoras, nos encontramos en un caso muy similar al anterior 
pero que se repetirá por cada una de las compañías que conforman el cuadro 
de coaseguro. Existirían principalmente los riesgos de demora en el cobro de 











Fuente: Elaboración propia 
 
Igual que en el caso de las liquidaciones del bróker, estos riesgos desaparecer-
ían ya que una vez introducido en la Blockchain el cobro de la prima, ésta reali-
zaría el pago al resto de compañías en función de la participación y resto de 
condiciones que figurasen en el acuerdo. 
 
Para el caso del pago de primas y cobro de comisiones de las aseguradoras a 
las reaseguradoras, no encontraríamos con una situación similar a las dos an-
teriores. Existirían principalmente los riesgos de demora en el cobro de primas, 
la conciliación de información y la gestión de incidencias, sin embargo, esta 
fase del proceso se vería agravada por el hecho de que hasta que no estuvie-
sen solventadas las posibles incidencias entre abridora y seguidoras, las ase-
guradoras no realizarían las liquidaciones a las reaseguradoras, por lo que la 
demora sería más relevante. 
 
Gráfico 33. Proceso Liquidación de primas y comisiones – Aseguradoras vs Reasegura-
doras 
 
Fuente: Elaboración propia 
64 
 
Con una Blockchain, igual que en los dos casos anteriores, estos riesgos des-
aparecerían ya que una vez introducido en la Blockchain el cobro de la prima, 
ésta realizaría el pago a las reaseguradoras en función de las características 
que figurasen en el acuerdo. 
 
 
5.3. Modificaciones / Suplementos en la póliza 
 
Durante la vida la póliza, dado que los riesgos no tienen porque ser estáticos 
en el tiempo, pueden producirse variaciones que conlleve que el cliente solicite 
modificaciones y/o suplementos sobre la misma.  
 
Lo habitual es que el cliente se ponga en contacto con el bróker, le remita toda 
la información y éste se ponga en contacto con el cuadro de coaseguro para 
informarles de dicha modificación. Una vez revisado y aceptado, la abridora 
genera el recibo que paga o cobra al cliente en función de si se incrementa o 
reduce el riesgo. Estas modificaciones/suplementos también deberán ser acep-
tadas por las reaseguradoras que hay detrás de cada una de las aseguradoras. 
 
En las liquidaciones periódicas de brókers, la abridora recibirá la solicitud de 
cobro o pago de las comisiones correspondientes a esos suplemen-
tos/modificaciones, en las liquidaciones periódicas a las seguidoras la abridora 
enviará la información de cobro o pago de primas correspondientes a esas va-
riaciones y en las liquidaciones periódicas a las reaseguradoras las asegurado-
ras enviarán la información de cobro o pago de primas correspondientes a esas 
variaciones. Esta parte del proceso es idéntica a la descrita en el apartado an-
terior. 
 
Gráfico 34. Proceso Modificaciones/Suplementos en la póliza 
 
 
Fuente: Elaboración propia 
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De nuevo nos encontramos un flujo de información cuyos principales riesgos 
son: 
 
- Información no homogénea entre participantes: las modificaciones 
que se puedan solicitar pueden ser aceptadas o no por parte de las ase-
guradoras. Existirán modificaciones que deben ser aceptadas por con-
trato, como por ejemplo si se está asegurando a un colegio de profesio-
nales y se dan de alta dos nuevos profesionales. Sin embargo, otras 
modificaciones deberán ser analizadas por cada una de las compañías 
del cuadro y deberán ser aceptadas tanto por ellas como por las rease-
guradoras con las que trabajen. Por ejemplo, un cliente podría solicitar la 
inclusión de una nueva fábrica adquirida en Portugal, cuando hasta en-
tonces la póliza solo recogía riesgos en España. Con todo esto, existe el 
riesgo de que si la información no se distribuye correctamente a todos 
los participantes, la abridora podría aceptar el riesgo y generar el recibo 
correspondiente, encontrándose que al enviar la liquidación a las com-
pañías seguidoras alguna de ellas rechazase el suplemente al averiguar 
el contenido del mismo.   
  
- Interpretación errónea de la información: de nuevo, la información 
que viaja por emails y llamadas telefónicas no está parametrizada, cada 
participante la transmite a su manera, esto puede provocar que dos par-
ticipantes interpreten de forma distinta una misma información. Esto 
podría derivar por ejemplo, a que una vez recibido el suplemento defini-
tivo con su redactado estándar, una aseguradora se negase a cubrir el 
riesgo por no haber interpretado de esa manera la información recibida 
anteriormente. 
 
- Incorrecto archivo y recopilación de información: una única póliza 
puede generar muchos suplementos, por tanto, es muy relevante llevar 
un correcto archivo de la documentación de los mismos y actualizar la 
información en los sistemas de la compañía, ya que en caso contrario, 
podríamos recibir una liquidación de la abridora y no ser capaces de sa-
ber que nos están liquidando. 
 
- Información proporcionada fuera de tiempo y forma: dado que la in-
formación no se transmite al mismo tiempo a todos los participantes, y 
por tanto, puede existir demora en la recepción de la misma, nos pode-
mos encontrar por ejemplo, que el cliente dé por hecho que se cubrirá a 
los empleados de una filial extranjera adquirida, y finalmente, sea recha-
zado porque una de las compañías no desea cubrir riesgos en ese país. 
 
Como ya hemos comentado en el apartado de liquidaciones de primas y comi-
siones, otros riesgos asociados serían Demora en el cobro de comisiones, 
Conciliación de información e Incidencias. 
 
El uso de una Blockchain en este proceso aportaría ventajas adicionales a las 
comentadas en el apartado anterior de liquidaciones. En primer lugar, si hemos 
sido capaces de parametrizar la información de la póliza para el proceso de 
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negociación, esto nos servirá de nuevo para este proceso, de manera que la 
información recibida por todas las partes será homogénea. Adicionalmente, 
ésta será compartida instantáneamente a todos los participantes y hasta que 
no sea aprobado por cada uno de ellos no podrá generarse el suplemento para 
el cliente, que se generará automáticamente de igual forma que sucedía con la 
póliza.  
 
5.4. Renovación / Cancelación póliza 
 
Cuando se acerca el vencimiento de la póliza todos los participantes deben 
revisar si desean continuar en el riesgo. Si la decisión de no renovar es por par-
te del cliente, éste informará al menos con un mes de antelación, o el plazo que 
se indique en la póliza, al bróker quien se encargará de trasladarlo a las asegu-
radoras, y éstas a su vez a las reaseguradoras. Sin embargo, en el caso de 
que exista la posibilidad de que el cliente quiera renovar, el resto de participan-
tes deberán analizar la operación con suficiente antelación para decidir si les 
interesa continuar o no en el riesgo, ya que en caso de no querer continuar de-
berán informar al cliente con al menos dos meses de antelación, o el plazo que 
se indique en la póliza. 
 
Por tanto, las compañías aseguradoras comenzaran a analizar la rentabilidad 
pasada de la póliza y la esperada, con el tiempo suficiente de realizar ese aná-
lisis y trasladar la decisión a su reaseguradora para que esta acepte o no conti-
nuar en el mismo, antes de que acabe el plazo de preaviso de cancelación de 
la póliza.  
 
Las compañías trasladaran su posición al bróker, quien de encontrarse con que 
alguna de ellas no quiere continuar en el riesgo deberá comenzar un proceso 
de negociación que puede suponer, tratar de renegociar algún término de la 
póliza actual, ver si alguna aseguradora quiere asumir ese porcentaje de parti-
cipación, buscar una nueva aseguradora, entre otras. 
 
Una vez cerrados los términos de la renovación, se elaborará el documento y 
se recabará las firmas de los participantes.  
 
Al final nos encontramos con un proceso muy similar al de negociación, y por 
tanto con los mismos riesgos que ese, pero en el cuál se le añaden los siguien-
tes: 
- Incumplimiento de plazo de preaviso: si las aseguradoras no tienen 
bien identificado el plazo de preaviso de cancelación de la póliza podría 
suceder por ejemplo, que quisieran anular una póliza y al realizar la co-
municación se les informase de que estaban fuera de plazo puesto que 
en las cláusulas de la póliza se establecía un preaviso de al menos 4 
meses de antelación a la fecha de renovación. 
 
- Error en los análisis: dado que el análisis se realiza con bastante tiem-
po de antelación a la renovación de la póliza, este análisis puede conte-
ner errores, debido entre otros aspectos, a que no se tiene en cuenta to-
dos los suplementos que se han realizado en la póliza por no tener la in-
formación correctamente recogida, no se tiene en cuenta clausulas par-
 67 
ticulares de la póliza como puede ser por ejemplo el pago de participa-
ción en beneficios tras el vencimiento de la póliza.  
 
El uso de la Blockchain en este proceso tendrá además de todas las ventajas 
del proceso de negociación, que dado que en la Blockchain están todos los 
datos/cláusulas de la póliza se podrían generar informes mensuales que contu-
viesen las pólizas cuya fecha de fin de preaviso venciese en un mes y que se 
indicase para una cada una de ellas los aspectos relevantes a tener en consi-
deración para el análisis de renovación como pueden ser: las primas, el por-
centaje de comisión al bróker, los gastos de coaseguro, la existencia de una 
participación en beneficio, las características del reaseguro y su impacto 
económico.  
 
5.5. Supervisión de la actividad 
 
Si bien hasta el momento hemos hablado solamente de cuatro participantes 
(cliente, broker, aseguradora y reaseguradora), la realidad es que en un sector 
tan regulado como el asegurador, cualquier actividad realizada por las compañ-
ías puede estar supervisada por diferentes actores, entre ellos:  
 
- Auditores externos 
- Auditores internos 
- Control interno 
- DGSFP 
- Hacienda  
- Expertos externos en prevención de blanqueo de dinero y financiación 
del terrorismo 
 
La utilización de Blockchain permitirá que estos participantes puedan acceder a 
la información, la cual tendrá una total trazabilidad y por tanto, simplificará el 
trabajo a realizar por cada uno de ellos.  
 
Gráfico 35. Sistema tradicional 
 
 
Fuente: IBM Institute for Business Value analyssis 
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6. Capítulo de conclusiones 
       
Al inicio de este trabajo nos planteábamos la duda de si el sector asegurador 
estaba invirtiendo en la tecnología Blockchain, y como hemos visto la respuesta 
es clara, sí.   
 
Las aseguradoras han visto una oportunidad en el uso de esta nueva tecnolog-
ía, la base del negocio asegurador son los datos, y en muchos casos tanto la 
gestión interna de los mismos como el compartirla con otros agentes del sector 
no es siempre eficiente y clara. Con el uso de redes Blockchain se puede con-
seguir mejorar la eficiencia de los procesos, y con ello, mejor la experiencia del 
cliente, mejorar la calidad de los datos, reducir costes,… entre otros.   
 
Ahora bien, dado que es una tecnología emergente es importante que las com-
pañías antes de plantearse su utilización evalúen correctamente dónde tiene 
sentido utilizarla en su organización. No se trata de contactar con un consultor 
que nos explique las maravillas de su implantación en otras compañías, sino 
que se deben evaluar qué procesos debe mejorar la compañía, en cuales de 
estos procesos Blockchain podría mejorarlos significativamente y analizar la 
viabilidad del proyecto según las circunstancias de la Entidad.  
 
Otros de los aspectos que hay que considerar es que es el momento de com-
partir y aprender juntos. Si bien Blockchain puede mejorar los procesos inter-
nos de las compañías, donde tiene un gran potencial es a nivel sectorial. Las 
compañías deberán dejar de un lado el hecho de que sean competidores, y 
colaborar juntas para encontrar soluciones que beneficien a todos en el sector. 
Una muestra de ello es el consorcio B3i, la unión de aseguradoras, reasegura-
doras y brokers abre una oportunidad a encontrar soluciones a globales a pro-
blemas reales del sector. 
 
A lo largo del trabajo también hemos visto que existen otras tecnologías como 
Internet of Things y Machine Learning que ya se están aplicando en el sector 
asegurador, pero no solamente eso, sino que el potencial de las mismas surge 
cuando se utiliza la combinación de ellas. Si tenemos las “cosas” conectadas a 
una red Blockchain que nos garantice la integridad de la información y disponer 
de la información a tiempo real, y utilizamos Machine Learning para poder 
aprender de esos datos, el abanico de oportunidades que está a nuestra dispo-
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