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Algoritma RSA memiliki performa yang sangat lambat dibandingkan 
dengan algoritma kritografi simetris yang lainnya, kekuatan dari algortima RSA 
dari segi faktorisasi. Algoritma RSA memiliki celah keamanan misalnya, winner 
attack dan fermat factorization. Penelitian ini menganalisa Hybrid RSA dengan 
EL-GAMAL dengan menggabungkan kekuatan faktorisasi dari RSA dengan diskrit 
dari EL-GAMAL yang akan diimplementasikan pada socket TCP berbasis java dan 
juga menganalisis perbandingan keamanan algoritma RSA, EL-GAMAL dan 
Hybrid RSA EL-GAMAL dengan menggunakan metode fermat factorization dan 
baby step-giant step. Penelitian ini berhasil menyimpulkan bahwa algoritma 
Hybrid lebih aman daripada algoritma RSA dan algortima EL-GAMAL serta lebih 
efisien dari algoritma RSA, algoritma hybrid hanya bisa diserang menggunakan 
metode penyerangan hybrid yang memerlukan resource yang lebih besar untuk 
memecahkannya. 
 






The RSA algorithm has a very slow performance compared to other 
symmetric symmetric algorithms, the strength of the RSA algorithm in terms of 
factorization. RSA algorithm has a security hole for example, winner attack and 
fermat factorization. This research analyzes Hybrid RSA with EL-GAMAL by 
combining factorization power from RSA with discrete from EL-GAMAL which 
will be implemented on Java-based TCP socket and also analyzes security 
comparison of RSA, EL-GAMAL and Hybrid RSA EL-GAMAL algorithm by 
using fermat method factorization and baby step-giant step. This study concluded 
that Hybrid algorithm is safer than RSA algorithm and EL-GAMAL algorithm 
and more efficient than RSA algorithm, hybrid algorithm can only be attacked 
using hybrid attack method which require bigger resource to solve it. 
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