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В настоящее время в оперативной обстановке по данному направлению можно выделить ряд особенностей, влияющих на ор-
ганизацию и тактику оперативно-розыскной профилактики, осуществляемой подразделениями НиПТЛ: тенденция к «омоложению» 
потребителей психотропных веществ, что обусловлено подверженностью молодежи влиянию компании, повышенной склонностью 
к азартному поведению; наличие собственной сырьевой базы в виде произрастания наркосодержащих растений (конопля, мак); 
растущая конспирация распространителей наркотических средств и психотропных веществ, которые изучают известные способы 
работы ОВД; активное использование сети Интернет в качестве площадки для распространения психотропных веществ. Проблемой 
остается взаимосвязь с общеуголовной преступностью: наркопотребители в большинстве случаев не имеют постоянного источника 
дохода, и совершение преступлений с корыстной заинтересованностью выступает в качестве основного финансового источника, 
позволяющего приобретать наркотики.
Существенно влияет на криминогенную обстановку тот факт, что на смену наркотическим средствам растительного происхо-
ждения (получаемые преимущественно из конопли и мака) пришли новые психотропные вещества, так называемые «синтетические 
наркотики», «дизайнерские наркотики», «спайсы», представляющие собой синтетические заменители марихуаны, обладающие нар-
котическими свойствами последней. К причинам, способствующим популяризации незаконного оборота синтетических наркотиков, 
относят: новизну, легальный оборот в начале их появления, относительно низкую стоимость, легкодоступность приобретения. В 
настоящее время для приобретения наркотиков отсутствует необходимость наличия связей в среде наркоманов, необходимо лишь 
умение пользоваться компьютером и доступ к сети Интернет.
Противодействие данному виду преступности осуществляется в различных направлениях. Так, принятие Декрета Президента 
Республики Беларусь № 6 «О неотложных мерах по противодействию незаконному обороту наркотиков» закрепило ряд инструмен-
тов противодействия не только в уголовно-правовой сфере, но и в области образования, медицины, правоохранительной деятель-
ности и др. Ограничен доступ к информационным ресурсам сети Интернет, содержащим запрещенный контент; изменены правила 
осуществления операций с электронными деньгами, установлен порядок обязательной идентификации владельцев электронных 
кошельков; перепрофилированы исправительные учреждения для отбывания наказания лицами, осужденными за преступления, 
связанные с незаконным оборотом наркотиков. 
В организационно-тактическом плане действия сотрудников подразделений НиПТЛ при решении задач оперативно-розыскной 
профилактики могут быть направлены: на выявление фактов незаконных посевов, дикорастущих наркосодержащих растений с це-
лью уничтожения наркосырьевой базы растительного происхождения; перекрытие каналов транспортировки наркотических средств 
и психотропных веществ; обследование объектов легального производства, хранения и реализации наркотических средств и пси-
хотропных веществ с целью выявления и устранения недостатков; выработку мер, направленных на затруднение незаконного при-
обретения лекарств, содержащих наркотические и психотропные вещества; отработку мест массового отдыха молодежи, преиму-
щественно с ночным режимом работы (дискотеки, клубы); недопущение формирования преступных групп или дезорганизацию их 
деятельности; активное освещение в средствах массовой информации и в сети Интернет деятельности ОВД по борьбе с незакон-
ным оборотом наркотических средств и психотропных веществ.
Подводя итог изложенному, можно сделать вывод, что адекватному противодействию преступности, связанной с незаконным 
оборотом наркотиков, в современных условиях развития государства и общества способствует формирование научно обоснованной 
системы оперативно-розыскной профилактики ОВД, что является сложной и многоплановой проблемой, требующей постоянного 




ИСПОЛЬЗОВАНИЕ ВОЗМОЖНОСТЕЙ СЕТИ ИНТЕРНЕТ ПРИ РОЗЫСКЕ ОБВИНЯЕМЫХ,
СКРЫВШИХСЯ ОТ ОРГАНОВ УГОЛОВНОГО ПРЕСЛЕДОВАНИЯ
Характерная черта современной преступности – ее мобильность и довольно широкие транснациональные связи. Обычным 
явлением стало активное противодействие расследованию уголовных дел. К наиболее распространенным способам относится со-
крытие обвиняемого от следствия и суда.
Для планирования и организации розыска обвиняемых необходимо обладать оперативно-розыскной информацией об остав-
шихся на свободе соучастниках и иных связях разыскиваемого лица.
Анализ оперативно-розыскной практики свидетельствует о том, что разыскиваемые преступники могут скрываться у лиц, с 
которыми их связывает совместная преступная деятельность или с которыми они ранее отбывали наказание; у своих знакомых 
либо друзей (в том числе по прежнему месту жительства, учебы, работы или случайных знакомых); у своих родственников. Эти лица 
помогают скрываться им, передавая деньги, одежду, поддельные документы, средства связи и т. п.
По сравнению с розыском неизвестных лиц принятие мер к обнаружению установленных, но скрывшихся преступников – впол-
не реальное дело. Известны фамилия, имя, отчество, дата и место рождения; могут быть установлены и другие данные: черты 
характера, привычки, склонность к совершению определенных преступлений. Облегчает поиски и то обстоятельство, что сам раз-
ыскиваемый знает о принимаемых в отношении него розыскных мерах, именно поэтому получение информации из разнообразных 
источников, в том числе сети Интернет, становится более актуальным. В этой связи интересны возможности, которые дает интернет 
при розыске обвиняемых, скрывшихся от органов уголовного преследования.
Развитие современного общества уже невозможно без использования информационных технологий. Огромное число людей 
«живет» и работает в Сети. Современные коммуникации предоставляют громадные возможности для развития бизнеса, налажива-
ния международных связей. В то же время нельзя не отметить, что преступники также переориентируются на работу в Сети. 
Интернет наполнен разнообразной информацией. Каждый день миллионы пользователей ищут и находят здесь то, что им 
нужно, общаются, работают, самовыражаются. Однако делая все это, люди волей-неволей оставляют в Сети определенную инфор-
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мацию о себе. Это могут быть логины и пароли, почтовые адреса и данные мессенджеров, фотографии и файлы, геометки и мета-
данные документов, списки друзей, коллег и т. д. Все эти и другие данные являются признаками-идентификаторами физического 
лица в интернете, они могут быть использованы для определения личности и выявления фактического местоположения человека.
Реальную личность и ее местоположение посредством интернета можно обнаружить различными способами. Проверка 
IP-адреса, любое подключение к сети не обходится без предоставления пользователем своего IP-адреса. Какое бы ни было со-
вершено действие во Всемирной паутине, оно будет автоматически привязано к тому или иному IP-адресу, который уже, в свою 
очередь, относится к физическому лицу или организации.
Во многих случаях люди используют первую часть адреса электронной почты в качестве никнейма на сайтах, в блогах, на 
форумах и в социальных сетях. Чтобы установить, не оставил ли пользователь более полную информацию о себе где-либо еще, 
необходимо ввести логин пользователя в кавычках в поисковую систему. Также можно воспользоваться такими сервисами, как 
poiskmail.com, которые позволяют проверить регистрацию пользователей с таким никнеймом на других сайтах. Большинство поль-
зователей, «залегших на дно», оставляют себе контакт с прошлым, это может быть подписка на свою старую страницу в соцсетях, 
используемый аккаунт для связи «со своими» или иные идентификаторы.
Необходимо обращать внимание на архив фотографий пользователей социальных сетей. На этих фотографиях могут быть 
указаны члены семьи, близкие друзья, адреса, местность, автотранспорт, места отдыха и прочая информация. Анализ многочислен-
ных деталей позволяет получить дополнительные сведения о лице: его перемещениях, имуществе, местоположении, социальном 
и ином статусе и т. д. В настоящее время поисковики интернета (Яндекс, Google) позволяют искать в Сети аналогичные и схожие 
фотографии, а также идентифицировать известные объекты. 
Если необходимо получить еще больше информации о скрывающемся пользователе, стоит попробовать наладить с пользо-
вателем или его окружением коммуникацию, предварительно изменив свое имя. Для этих целей можно попытаться создать дубль 
(копию) страницы. Социальные сети дают возможность регистрировать более одного аккаунта.
Также немаловажным является применение так называемых «сторожевиков». Заранее создаются специализированные запро-
сы (те, что позволяют искать по заданным условиям) к поисковикам и проверяются ежедневно их отчеты на предмет обновления 
или возникновения информации в интернете. Это может быть новость об участии разыскиваемого в каком-либо мероприятии или 
происшествии, информация о нем, собранная другими пользователями. Все это пригодится в дальнейшем поиске. Также при выяв-
лении ресурсов (сайтов, страничек) разыскиваемого в Сети необходимо поставить на контроль появление на них любых изменений 
при помощи специализированных сервисов. Все это позволит своевременно выявлять следы присутствия пользователя в Сети, 




О РЕАЛИЗАЦИИ ПРИНЦИПА ЗАКОННОСТИ В ДЕЯТЕЛЬНОСТИ УГОЛОВНО-ИСПОЛНИТЕЛЬНОЙ СИСТЕМЫ
Вопрос о соблюдении законности в деятельности УИС, т. е. неукоснительном соблюдении всех правовых норм и поддержании 
режима соблюдения, имеет первостепенное значение, поскольку законность является основным принципом деятельности, направ-
ленной на охрану правопорядка и защиту прав человека. Неслучайно, принимая присягу, сотрудники УИС торжественно клянутся 
служить народу и закону. 
Несмотря на проделанную за последние годы значительную работу по демократизации нормативной основы и практики дея-
тельности УИС, ориентированию их на приоритетное уважение к человеку и его правам в любой обстановке, нарушения имели и 
имеют место быть. Используемые службами УИС средства и методы работы не всегда адекватны реальным потребностям охраны и 
защиты основных прав и свобод человека и гражданина, а в ряде случаев не соответствуют нормативным установлениям. Нередки 
случаи, когда сотрудники, пользуясь своим должностным положением, причиняют осужденным вред, нарушают их основные права и 
свободы, при этом сами показывают крайнюю недисциплинированность, отрицание простейших норм нравственности, неуважение 
к закону. В последнее время остро стоит вопрос о минимизации нарушений законности со стороны сотрудников пенитенциарной 
системы, которые проявляются не только в служебной деятельности, но и при нахождении сотрудников вне службы. 
Обеспечение законности в деятельности УИС представляет собой целенаправленное управляющее воздействие на организа-
цию и осуществление этой деятельности в целях достижения максимально возможного соответствия ее правовым нормам. Предуп-
реждение нарушений законности в деятельности УИС, а также воздействие на причины и условия, способствующие нарушениям, 
предполагают активную работу руководства соответствующих служб по трем направлениям: совершенствование правового регули-
рования организации и деятельности УИС; организация обучения и воспитания личного состава; эффективная кадровая политика.
Поскольку законность, в том числе и уголовно-исполнительная, представляет собой юридическое явление (правовой принцип, 
правовой режим), важное значение для ее укрепления имеет совершенствование правового регулирования организации и деятель-
ности органов и учреждений УИС. Именно закон позволяет сотрудникам УИС превратить законность в их деятельности в механизм 
(средство, инструмент) координации различных общественных интересов, достижения социального компромисса в пределах и 
общества в целом локального по своему характеру исправительного учреждения в частности.
Действенным средством предупреждения нарушений законности должен стать эффективно организованный ведомственный и 
надведомственный контроль над деятельностью УИС, а также прокурорский надзор за обеспечением законности в местах лишения 
свободы, прав осужденных. Система мер, осуществляемых в рамках государственного контроля над деятельностью УИС, вполне 
позволяет повысить уровень законности в подконтрольной системе.
Роль судебного контроля в обеспечении законности в деятельности УИС, пожалуй, наиболее очевидна, поскольку суды осу-
ществляют контроль над всем процессом исполнения наказания, особенно в тех случаях, когда изменяется правовое положение 
осужденного (условно-досрочное освобождение, замена неотбытой части наказания более мягким видом наказания и др.).
