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CCNP: Es el plan de Capacitaciones informáticas que la empresa cisco ofrece Se divide  
en  tres  niveles,  de  menor  a  mayor  complejidad: Cisco  Certified  Network Associate, 
Cisco   Certified   Network Professionaly Cisco   Certified   Internet work  Expert, más 
conocidos por sus siglas: CCNA, CCNP y CCIE 
Cisco: Cisco  Systems  es  una  empresa  global  con  sede  en  San  José, California,  
Estados  Unidos,  principalmente  dedicada  a  la  fabricación,  venta, mantenimiento y 
consultoría de equipos de telecomunicaciones 
Switch: Conmutador  es  un  dispositivo  de  interconexión  utilizado  para  conectar 
equipos en red 
DHCP: Configuración Dinámica de protocolos para host; encargado de proveer de 
direccionamiento IP a dispositivos de forma automática 
ROUTER: Son  dispositivos  que  crean  los  caminos  para  que  viajen  los  datos  y 
eligen  las  mejores  rutas  para  que  la  información  se  transmita  de  forma  rápida  y 
segura. 
VLAN: Red Virtual de Área Local; arreglo lógico que distingue un conjunto de paquetes 
de otros independizándolos. 
Protocolo IP: Es el protocolo encargado del transporte de paquetes desde el origen 
hasta el destino en una comunicación, y a estos paquetes de información se les llama 
datagrama. 
EIGRP: utilizado en redes TCP/IP y de Interconexión de Sistemas Abierto (OSI) como 
un protocolo de enrutamiento del tipo vector distancia avanzado, propiedad de Cisco, 









Teniendo en la cuenta la siguiente imagen: 
Figura 1 Topología de red escenario 1 
 
Fuente: tomado  de Prueba de habilidades Ccnp 2020, Cisco Academy 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para los routers 
R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los routers.  
Configurar las interfaces con las direcciones que se muestran en la topología de red.   
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 10.1.0.0/22 y configure esas interfaces para participar en el área 5 de 
OSPF.   
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el Sistema 
Autónomo EIGRP 15.  
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4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo las 
nuevas interfaces de Loopback mediante el comando show ip route.  
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 50000 y 
luego redistribuya las rutas OSPF en EIGRP usando un ancho de banda T1 y 20,000 
microsegundos de retardo.  
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en su tabla 




1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para los routers 
R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los routers.  




R1(config-if)#ip address 10.113.12.1 255.255.255.0 
R1(config-if)#no shutdown 
R1(config-if)#exit 
R1(config)#router ospf 1 
R1(config-router)#network 10.113.12.0 0.0.0.255 area 5 
R2 
R2(config)#interfaces0/0/0 
R2(config-if)#ip address 10.113.12.2 255.255.255.0 
R2(config-if)#no shutdown 
R2(config-if)#interfaces0/0/1 





R2(config)#router ospf 1 
R2(config-router)#network 10.113.12.0 0.0.0.255 area 5 




R3(config-if)#ip address 10.113.13.2 255.255.255.0 
R3(config-if)#no shutdown 
R3(config-if)#int s0/0/0 
R3(config-if)#ip address 172.19.34.1 255.255.255.0 
R3(config-if)#no shutdown 
R3(config-if)#exit 
R3(config)#router ospf 1 
R3(config-router)#network 10.113.13.0 0.0.0.255 area 5 
R3(config-router)#exit 
R3(config)#router eigrp 15 
R3(config-router)#network 172.19.34.0 0.0.0.255  
R4 
R4(config)#interfaces0/0/0 
R4(config-if)#ip address 172.19.34.2 255.255.255.0 
R4(config-if)#no shutdown 
R4(config-if)#interfaces0/0/1 
R4(config-if)#ip address 172.19.45.1 255.255.255.0 
R4(config-if)#no shutdown 
R4(config-if)#exit 
R4(config)#router eigrp 15 
R4(config-router)#network 172.19.34.0 0.0.0.255 




R5(config-if)#ip address 172.19.45.2 255.255.255.0 
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R5(config-if)#no shutdown  
R5(config-if)#exit  
R5(config)#router eigrp 15 
R5(config-router)#network 172.19.45.0 0.0.0.255 
2.Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 




R1(config)#interface loopback 0 
R1(config-if)#ip address 10.1.0.1 255.255.252.0 
R1(config-if)#interface loopback 1 
R1(config-if)#ip address 10.1.4.1 255.255.252.0 
R1(config-if)#interface loopback 2 
R1(config-if)#ip address 10.1.8.1 255.255.252.0 
R1(config-if)#interface loopback 3 
R1(config-if)#ip address 10.1.12.1 255.255.252.0 
R1(config-if)#exit 
R1(config)#router ospf 1 
R1(config)# network 10.1.0.0 0.0.3.255 area 5 
R1(config)# network 10.1.4.0 0.0.3.255 area 5 
R1(config)#network 10.1.8.0 0.0.3.255 area 5 
R1(config)#network 10.1.12.0 0.0.3.255 area 5 
3. Cree cuatro nuevas interfaces de  Loopback en  R5 utilizando  la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el Sistema 
Autónomo EIGRP 15. 
R5 
R5(config)#interface loopback 0 
R5(config-if)#ip address 172.5.0.1 255.255.252.0 
R5(config-if)#interface loopback 1 
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R5(config-if)#ip address 172.5.4.1 255.255.252.0 
R5(config-if)#interface loopback 2 
R5(config-if)#ip address 172.5.8.1 255.255.252.0 
R5(config-if)#interface loopback 3 
R5(config-if)#ip address 172.5.12.1 255.255.252.0 
R5(config-if)#exit 
R5(config)#router eigrp 15 
R5(config-router)#network 172.5.0.0 0.0.3.255 
R5(config-router)#network 172.5.4.0 0.0.3.255 
R5(config-router)#network 172.5.8.0 0.0.3.255 
R5(config-router)#network 172.5.12.0 0.0.3.255 
R5(config)#exit 
Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo las nuevas 
interfaces de Loopback mediante el comando show ip route.  
Figura 2 interfaces de Loopback R3 
 




Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 50000 y 
luego redistribuya las rutas OSPF en EIGRP usando un ancho de banda T1 y 20,000 
microsegundos de retardo. 
R3(config)#router ospf 1  
R3(config-router)#redistribute eigrp 15 metric 50000 subnets  
R3(config)#exit  
R3(config)#router eigrp 15 
R3(config-router)#redistribute ospf 1 metric 1544 20000 255 1 1500 
R3(config)#exit  
Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en su tabla de 
enrutamiento mediante el comando show ip route. 
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Figura 5 topología del escenario 1 
 
















Figura 6 Topologia Escenario 2 
 
Fuente: tomado  de Prueba de habilidades Ccnp 2020, Cisco Academy 
 
Parte 1: Configurar la red de acuerdo con las especificaciones. 
a .  Apagar todas las interfaces en cada switch.  
DLS1: 
DLS1#conf t 


















ALS2(config)#int range fa0/1-24 
ALS2(config-if-range)#shut 
ALS2(config-if-range)#exit 



















        c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
1. La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando LACP. Para 






Enter configuration commands, one per line.  End with CNTL/Z. DLS1 
(config)#interface range fa0/11-12 
DLS1(config-if)#no switchport 
DLS1(config-if-range)#channel-group 12 mode active 
DLS1(config-if-range)# 
Creating a port-channel interface Port-channel 12 
DLS1(config-if-range)#exit 
DLS1(config)#interface port-channel 12 
DLS1(config-if)#no switchport 
DLS1(config-if)#ip address 10.12.12.1 255.255.255.252 
DLS1(config-if)# DLS1# 





Enter configuration commands, one per line.  End with CNTL/Z.  
DLS2(config)#interface range fa0/11-12 
DLS2(config-if)#no switchport 
DLS2(config-if-range)#channel-group 12 mode active 
DLS2(config-if-range)# 




DLS2(config)#interface port-channel 12 
DLS2(config-if)#no switchport  
 
DLS2(config-if)#ip address 10.12.12.2 255.255.255.252 
DLS2(config-if)# DLS2# 
%SYS-5-CONFIG_I: Configured from console by console 
 
Figura 7 EtherChannel de capa 3 entre DLS1 y DLS2 
 
 
Configuramos la conexión entre DLS1 y DLS2 para usar EtherChannel con LACP: 
El primer paso es desactivar las interfaces en ambos switch para que Misconfig Guard 
no las coloque en estado error disabled. 
DLS1: 
DLS1(config)# interface range fa0/11-12 
DLS1(config-if-range)# shutdown 
DLS1(config-if-range)# channel-group 2 mode active 




DLS2(config)# interface range fa0/11-12 
DLS2(config-if-range)# shutdown 
DLS2(config-if-range)# channel-group 2 mode active 
DLS2(config-if-range)# no shutdown 
 
Configuramos Port-channel para la conexión entre DLS1 y ALS1 con LACP: DLS1: 
DLS1(config)# interface range fa0/7-8 
DLS1(config-if-range)# shutdown 
DLS1(config-if-range)# channel-group 1 mode active 
DLS1(config-if-range)# no shutdown 
ALS1: 
ALS1(config)# interface range fa0/7-8 
ALS1(config-if-range)# shutdown 
ALS1(config-if-range)# channel-group 1 mode active 
ALS1(config-if-range)# no shutdown 
 
Configuramos Port-channel para la conexión entre DLS1 y ALS2 con LACP: DLS2: 
DLS2(config)# interface range fa0/7-8 
DLS2(config-if-range)# shutdown 
DLS2(config-if-range)# channel-group 3 mode active 
DLS2(config-if-range)# no shutdown 
ALS2: 
ALS2(config)# interface range fa0/7-8 
ALS2(config-if-range)# shutdown 
ALS2(config-if-range)# channel-group 3 mode active 
ALS2(config-if-range)# no shutdown 
 
Configuramos Port-channel para la conexión entre DLS1 y ALS2 con PAgP: DLS1: 
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DLS1(config)# interface range fa0/9-10 
DLS1(config-if-range)# shutdown 
DLS1(config-if-range)# channel-group 4 mode desirable 
DLS1(config-if-range)# no shutdown 
ALS2: 
ALS2(config)# interface range fa0/9-10 
ALS2(config-if-range)# shutdown 
ALS2(config-if-range)# channel-group 4 mode desirable 
ALS2(config-if-range)# no shutdown 
 
 
Configuramos Port-channel para la conexión entre DLS2 y ALS1 con PAgP: DLS2: 
DLS2(config)# interface range fa0/9-10 
DLS2(config-if-range)# shutdown 
DLS2(config-if-range)# channel-group 5 mode desirable 
DLS2(config-if-range)# no shutdown 
ALS1: 
ALS1(config)# interface range fa0/9-10 
ALS1(config-if-range)# shutdown 
ALS1(config-if-range)# channel-group 5 mode desirable 
ALS1(config-if-range)# no shutdown 
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3. 
1. Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
 
DLS1: 
DLS1(config)# vtp domain CISCO 
DLS1(config)# vtp version 2 
DLS1(config)# vtp mode server 
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DLS1(config)# vtp password ccnp321 
ALS1: 
ALS1(config)# vtp domain CISCO 
ALS1(config)# vtp version 2 
ALS1(config)# vtp mode client 
ALS1(config)# vtp password ccnp321 
ALS1(config)# end 
ALS2: 
ALS2(config)# vtp domain CISCO 
ALS2(config)# vtp version 2 
ALS2(config)# vtp mode client 
ALS2(config)# vtp password ccnp321 
ALS2(config)# end 
 
2. Configurar DLS1 como servidor principal para las VLAN. 
e .  Configurar en el servidor principal las siguientes VLAN: 
Tabla 1 VLAN a configurar en dispositvos 
Numero de vlan Nombre de Vlan Numero de Vlan Nombre de Vlan 
500 NATIVA 434 PROVEEDORES 
12 ADMON 123 SEGUROS 
234 CLIENTES 1010 VENTAS 
1111 MULTIMEDIA 3456 PERSONAL 
 
DLS1(config)# vlan 99 
DLS1(config-vlan)# name MANAGMENT 
DLS1(config-vlan)# vlan 500 
DLS1(config-vlan)# name NATIVA 
DLS1(config-vlan)# vlan 12 
DLS1(config-vlan)# name ADMON 
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DLS1(config-vlan)# vlan 234 
DLS1(config-vlan)# name CLIENTES 
DLS1(config-vlan)# vlan 111 
DLS1(config-vlan)# name MULTIMEDIA 
DLS1(config-vlan)# vlan 434 
DLS1(config-vlan)# name PROVEEDORES  
DLS1(config-vlan)# vlan 123 
DLS1(config-vlan)# name SEGUROS 
DLS1(config-vlan)# vlan 101 
DLS1(config-vlan)# name VENTAS 
DLS1(config-vlan)# vlan 345 
DLS1(config-vlan)# name PERSONAL 
DLS1(config-vlan)# exit 
 
f. En DLS1, suspender la VLAN 434. 
DLS1(config-vlan)# no vlan 434 
 
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP version 2, y 
configurar en DLS2 las mismas VLAN que en DLS1. 
Habilitamos VTP v2 en modo transparente en DLS2: DLS2#conf t 
DLS2(config)#vtp version 2 
DLS2(config)#vtp mode transparent 
Setting device to VTP Transparent mode for VLANS. 
DLS2(config)# 
Configuramos todas las vlan en DLS2:  
DLS2(config)# vlan 99 
DLS2(config-vlan)# name MANAGMENT 
DLS2(config-vlan)# vlan 500 
DLS2(config-vlan)# name NATIVA 
DLS2(config-vlan)# vlan 12 
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DLS2(config-vlan)# name ADMON 
DLS2(config-vlan)# vlan 234 
DLS2(config-vlan)# name CLIENTES 
DLS2(config-vlan)# vlan 111 
DLS2(config-vlan)# name MULTIMEDIA 
DLS2(config-vlan)# vlan 434 
DLS2(config-vlan)# name PROVEEDORES  
DLS2(config-vlan)# vlan 123 
DLS2(config-vlan)# name SEGUROS 
DLS2(config-vlan)# vlan 101 
DLS2(config-vlan)# name VENTAS 
DLS2(config-vlan)# vlan 345 
DLS2(config-vlan)# name PERSONAL 
 
h. Suspender VLAN 434 en DLS2.  
DLS2(config-vlan)# no vlan 434 
 
i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red. 
La vlan se borra ya que packet tracer no admite el comando de dejar la vlan como no 
disponible 
DLS2(config-vlan)# vlan 567 







j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 101, 
111 y 345 y como raíz secundaria para las VLAN 123 y 234. 
 
DLS1#conf t 
DLS1(config)# spanning-tree vlan 1,12,434,500,1010,111,345 root primary 
DLS1(config)# spanning-tree vlan 123,234 root secondary 
 
En el caso de utilizar packet tracer, no se puede usar vlan de mayor 999 ya que no 
soporta vlan extendidas por lo que quito el ultimo  digito de las vlan mayores de 999 
k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como una 
raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456. 
DLS2#conf t 
DLS2(config)# spanning-tree vlan 123,234 root primary 
DLS2(config)# spanning-tree vlan 1,12,434,500,1010,111,345 root secundary 
 
l. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de éstos puertos. 
 
Configuramos los demás puertos de los cuatro switches en modo troncal para permitir 
el paso en cada uno de las VLAN. 
DLS1: 
DLS1(config)#interface range fa0/1-6, fa0/13-24 
DLS1(config-if-range)#switchport trunk native vlan 500 




DLS2(config)#interface range fa0/1-6, fa0/13-24 
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DLS2(config-if-range)#switchport trunk native vlan 500 





ALS1(config)#interface range fa0/1-6, fa0/13-24 
ALS1(config-if-range)#switchport trunk native vlan 500 
ALS1(config-if-range)#switchport mode trunk 
ALS1(config-if-range)#no shut 
ALS2: 
ALS2(config)#interface range fa0/1-6, fa0/13-24 
ALS2(config-if-range)#switchport trunk native vlan 500 
ALS2(config-if-range)#switchport mode trunk 
ALS2(config-if-range)#no shut 
 
m. Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera: 
 
Tabla 2 VLAN en  Sw por interface 
Interfaz DLS1 DLS2 ALS1 ALS2 
Interfaz Fa0/6 3456 12.1010 123,1010 234 
Interfaz Fa0/15 1111 1111 1111 1111 
Interfaces 
Fo/16-18 





 DLS1: DLS1#conf t 
DLS1(config)#int fa0/6 
DLS1(config-if)#switchport mode access 
DLS1(config-if)#switchport access vlan 345 
DLS1(config-if)#exit 
DLS1(config)#int fa0/15 
DLS1(config-if)#switchport mode access 





DLS2(config)# int fa0/6 
DLS2(config-if)#switchport mode access 
DLS2(config-if)#switchport access vlan 12 
DLS2(config-if)#switchport access vlan 101 
DLS2(config-if)#exit 
DLS2(config)#int fa0/15 
DLS2(config-if)#switchport mode access 
DLS2(config-if)#switchport access vlan 111 
DLS2(config-if)#exit 
DLS2(config)#int range fa0/16-18 
DLS2(config-if)#switchport mode access 





ALS1(config)# int fa0/6 
ALS1(config-if)#switchport mode access 
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ALS1(config-if)#switchport access vlan 123 
ALS1(config-if)#switchport access vlan 10 
ALS1(config-if)#exit 
ALS1(config)#int fa0/15 
ALS1(config-if)#switchport mode access 





ALS2(config)# int fa0/6 
ALS2(config-if)#switchport mode access 
ALS2(config-if)#switchport access vlan 234 
ALS2(config-if)#exit 
ALS2(config)#int fa0/15 
ALS2(config-if)#switchport mode access 
ALS2(config-if)#switchport access vlan 111 
ALS2(config-if)#exit 
 
Parte 2: conectividad de red de prueba y las opciones configuradas. 
a. Verificar la existencia de las VLAN correctas en todos los switches y la asignación de 









































































































Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada VLAN. 
 














































Figura 25 topologia del escenario 2 
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