Социально-этический аспект интернет-коммуникации by Михайлова, Е.Е. & Фащенко , А.Н.
УДК 177:004.738.5 
ББК 87.7:60.524224.56 
 
Михайлова Е.Е., доктор философских наук, профессор, 
кафедра психологии и философии ТвГТУ  
Фащенко А.Н., кандидат философских наук, доцент, 
кафедра психологии и философии ТвГТУ 
 
 
СОЦИАЛЬНО-ЭТИЧЕСКИЙ АСПЕКТ  
ИНТЕРНЕТ-КОММУНИКАЦИИ 
 
Стремительное расширение интернет-коммуникаций актуализирует 
потребность в социально-этической рефлексии виртуальной сферы 
жизнедеятельности человека. Влияние уникальных сетевых техноло-
гических возможностей Интернета на различные сферы жизни человека уже 
стали предметом междисциплинарного анализа [1, 4, 5, 7, 8, 9]. 
Действительно, почти за полвека своего «существования» Интернет 
превратился в особый социокультурный фонд, необходимый для 
профессиональной деятельности человека (программирование, маркетинг, 
реклама и др.) и его повседневной жизни. Сегодня за каждым пользователем 
Интернета неотступно следует его информационное окружение. Если у 
человека есть персональный компьютер, сетевое подключение и 
виртуальный кошелек, то он может загрузить любой доступный текст с 
любого компьютера, общаться в режиме он-лайн, узнавать новости, 
использовать развлекательные аудио- и видео ресурсы, играть в 
компьютерные игры.   
По мере внедрения разного рода гаджетов в повседневную жизнь 
современного человека нормы его поведения и правила приличия начинают 
трансформироваться. Например, теперь мы стараемся отводить глаза от 
ноутбука соседа, отключаем мобильные телефоны во время лекции или 
представления, стараемся не писать кому-то е-мейл в момент разговора по 
телефону, чтобы не обидеть своим невниманием собеседника и др. Подобные 
тенденции наблюдаются и в сети. Дело в том, что интернет-пользователь 
сознательно или интуитивно «несет» с собой в виртуальный мир все свои 
достоинства и недостатки. К настоящему времени в сети уже выложено 
множество версий моральных кодексов для разных сетевых сообществ: и для 
профессионалов, чья работа связана с использованием компьютерной 
техники, и для деловых людей, и для простых пользователей Интернета [10]. 
Если исходить из позиции, что сети стали постоянным и неизбежным 
посредником в социальной, экономической и культурной жизни человека, то 
смысловую емкость его коммуникаций представляет множественность 
виртуальных текстов, самых разнообразных по своей сути и значимости: от 
индивидуальных текстов (профиль, sms, почтовая переписка, комментарии, 
блоги и др.) до метаданных (перекрестные ссылки, источники с 
гипертекстовыми связями и др.) [6].  
В Интернете никто не знает, кто «Я» на самом деле. По мере 
искусственного расширения человека за пределы оболочки его плоти 
размываются признаки пола, расы и даже биологического вида. В глобальной 
сети «Я» может обзавестись множеством иногда противоречивых друг другу 
псевдонимов, масок и прикрытий. Эти личины, или аватары, в определенном 
контексте могут быть чужими, а следовательно, неоднозначными и 
обманчивыми, например, когда пользователь Сети не хочет нести 
ответственность за свои слова, или прячет свою внешность, или пытается 
создать интригу, или вовсе находится в розыске. 
Рассмотрим, как в сети специфически или вовсе противоречиво 
проявляются в оцифрованном виде такие важные этические категории, как 
справедливость, ответственность, добродетель, свобода.  
Организация и самоорганизация в сообществах. Аппарат управления 
сообществом прямо пропорционален количеству участников. Например, 
спортивная команда, создавшая группу в социальной сети, чтобы обсуждать 
игры и тренировки, состоит из нескольких человек, у всех участников есть 
права администратора, т.е. каждый имеет доступ к любому разделу и 
занимается управлением контентом. Следующая стадия организации, 
например группа или факультет учебного заведения, начинается с 
нескольких десятков человек; здесь администраторами являются либо 
энтузиасты, у которых есть свободное время, либо соответствующие лидеры 
из реальной жизни – староста, профорги и т. п. Численность тематических 
сообществ, участники которых не контактируют в реальной жизни, 
начинается от нескольких сотен человек. Здесь сайт/группу администрируют 
создатели, при значительном росте числа подписчиков расширяется аппарат: 
администраторы, модераторы (участники, следящие за нарушением правил). 
У популярных сообществ («пабликов») различной направленности 
насчитываются десятки тысяч подписчиков. В этом случае у сообщества есть 
владелец, и его деятельность носит коммерческий характер. 
Администрирование и модерирование осуществляются наемными 
работниками.  
Большинство крупных сообществ рано или поздно вынуждено 
разработать и опубликовать правила поведения. Наиболее популярными 
считаются такие как запрет мата и оскорблений, а также ограничение спама и 
рекламы. Опционально могут быть запрещены обсуждение и публикация 
материалов, не подходящих под тематику сообщества (оффтоп). Нередко 
вводятся ограничения на видео и картинки в комментариях и обсуждениях. В 
последнее десятилетие в Интернете выработались и нашли практику своего 
применения определенные санкции за нарушение установленных правил: 1) 
предупреждение, 2) бан (ограничение возможности посещения сообщества 
нарушителем с помощью программных средств). К примеру, так выглядит 
выдержка из правил сообщества, посвященного фотосвидетельствам 
современной российской действительности:  «группа 18+ за нецензурные 
оскорбления, пошлые или тупые комментарии возможен бан».  
Именно с помощью подобных рычагов в Интернете разрешаются 
любые конфликты. Например, публичная ссора между участниками влечет 
наказание обеих сторон за взаимные оскорбления. Если эта ссора приобрела 
глобальный характер, т.е. распространилась между многочисленными 
группами участников, то «банятся» те, кто открыто нарушает правила 
(например, срывается на мат, кричит, оскорбляет), в особых случаях (т.е. 
когда администрации не выгодно такого рода внимание к теме или к их 
сообществу) на предмет конфликта могут ввести ограничения. Например, 
популярное сообщество с говорящим названием «У любви нет религии, у 
бога нет нации» в правилах запрещает «разжигать межнациональную рознь», 
а также  «делать провокационные сообщения, вызывающие конфликты 
между участниками». Паблик, посвященный нынешнему премьер-министру 
РФ Д.А. Медведеву, позиционируется себя как аполитичный, но в теме 
«Критерии удаления постов» указано, что публикация участника будет 
удалена, если в ней присутствует «ссылка на оппозиционные ролики, так как 
это является рекламой оппозиции».  
Вопросы анонимности, публичности, достоверности. Пользователь 
социальной сети решает сам (пока этот факт имеет место быть в Интернете), 
регистрироваться ли ему под своим именем. Зачастую предпочтение отдается 
вымышленным именам, ненастоящим фотографиям. Причин такого явления 
достаточно много: нежелательное внимание знакомых из реальной жизни, 
разница в степени свободы выражения своего мнения, различные нечистые 
намерения и т. д. Деловая этика предполагает деанонимизацию: политики, 
общественные деятели, официальные лица традиционно регистрируют в 
твиттере аккаунты формата «фамилия+имя» или «фамилия+инициалы» 
(например, @md_prokhorov, @nikitabelyh) и ставят на аватар свою 
фотографию. Обычные пользователи в большинстве своем предпочитают так 
называемые «никнеймы» (псевдонимы) вместо имени и картинки, как-то 
характеризующие их интересы или внутренний мир, вместо реальной 
фотографии. Соответственно, в зависимости от направленности сообщества в 
нем преобладают те или иные группы пользователей. В группе, посвященной 
какой-либо социальной девиации, редко встретишь человека с настоящей 
личной страницей, а в профессиональном сообществе неэтично писать 
серьезные вещи от имени «овоща» или «футбольной команды».  
В социальной сети также имеется возможность настроить степень 
открытости своей страницы другим пользователям. Существуют открытые 
группы, в которые может вступить любой желающий, и закрытые, в которые 
участники принимаются на усмотрение администрации. Страница 
пользователя может быть видна (в том числе для поисковых систем) во всем  
пространстве Интернета, либо только в конкретной социальной сети. В 
определенный период администрация сайта «В контакте» временно 
разрешила полную закрытость, когда человек, не состоящий в списке 
«друзей» пользователя, не имел доступ ни к какой информации с его 
страницы. Но гипертрофированная мода максимально защищать свою 
страницу привела к тому, что стало невозможным ни найти, ни узнать 
нужного человека. В итоге пришлось изменить настройки приватности в 
сторону «облегчения» поиска. В настоящее время в этой социальной сети 
имеется возможность скрыть от посторонних глаз только некоторые 
фотоальбомы, записи и «друзей» в количестве до 30 человек. 
Многие социальные сети требуют от публичных людей подтверждения 
достоверности аккаунта. После предоставления доказательств на их странице 
появляется специальный значок – сигнал для пользователей, что аккаунт 
ведется от первого лица. Делается это потому, что есть много желающих 
выдать себя за знаменитость. Например,  летом 2013 года в российских СМИ 
разразился скандал по поводу распространения информации, полученной от 
недостоверного источника, аккаунт в твиттере бывшего сотрудника ЦРУ 
Эдварда Сноудена @EJosephSnowden (23000 подписчиков) оказался 
поддельным.  
Асоциальное поведение. В любом словаре асоциальное поведение 
трактуется как поведение, противоречащее общественным нормам и 
принципам; поведение, выступающее в форме безнравственных или 
противоправных действий. В сфере интернет-коммуникаций асоциальное 
поведение приобрело специфические формы, связанные  в первую очередь с 
виртуальной природой информационных технологий. 
Травля – нападки на пользователя со стороны интернет-сообщества. 
Эти нападки могут быть организованными или стихийными. Стихийная 
травля может приобрести неслыханный масштаб, когда организуются целые 
группы, целью которых является оскорбление конкретных людей. Например, 
«В контакте» популярно сообщество (с более 560000 читателей), 
посвященное уличению людей в измене и развратном поведении: на 
всеобщее обозрение выкладываются доказательства и контакты «жертвы», 
вследствие чего на нее обрушиваются разного рода оскорбления. 
Подтвердился ряд случаев, когда такого рода информация доходила до места 
учебы/работы «жертвы». 
Троллинг – действия, совершаемые в одиночку или совместно с 
единомышленниками, направленные на «выведение из себя» конкретного 
пользователя или абстрактную группу. «Тролль» осознанно затрагивает 
больные места «жертвы», чтобы добиться эмоциональной реакции (что 
характерно, не оскорбляя, но провоцируя). Например, в сообществе против 
разросшегося количества «мигалок» на дорогах «тролль» увещевает 
участников, доказывая, что чиновникам крайне необходимы спецсигналы, 
ведь они едут по важным государственным делам. Тем самым он привлекает 
большое количество эмоциональных обиженных водителей, желающих 
развеять его, якобы, наивные представления.  
Мошенничество в социальных сетях имеет массу разновидностей: это 
могут быть поддельные розыгрыши, лотереи, конкурсы, извлекающие 
прибыль либо реальную (перевод денег), либо виртуальную (электронные 
деньги, бонусы, игровая валюта и прочее). Также некоторые сообщества 
функционируют по принципу интернет-магазина, продавая некачественный 
товар, либо обманывая покупателей с ценой или доставкой. В глобальной 
сети появилась так называемая «поддельная благотворительность», когда 
мошенники весьма грамотно риторически и визуально давят на жалость, 
предоставляя якобы достоверную информацию о пострадавших людях, 
бездомных животных и т. п. 
В вопросе идентификации сути хакера исследователи придерживаются 
двух противоположных взглядов [1, с. 77–87]. Взгляд первый: хакеры  
сетевые мошенники. Действительно, за последние годы действия хакеров 
доставили много забот службам безопасности разных стран по всему миру. 
Потери компаний из-за киберпреступлений оцениваются специалистами на 
огромные миллиардные суммы. В России, Европе и Америке взлом 
компьютеров, уничтожение информации, создание и распространение 
компьютерных вирусов и вредоносных программ преследуются законом. 
Взгляд второй: хакеры  это частично недооцененные IT-специалисты. 
Примером может служить организация Linux. Создатель ядра Linux  Линус 
Торвальдс является хакером. Сегодня Linux приносит много пользы для 
коммуникации в сети и для поиска информации: она является открытой 
операционной системой, более того, совершенно бесплатной. Хакером 
называют и Ричарда Столлмана  другого создателя открытой системы 
мирового уровня. В России ярким примером хакера является Крис 
Касперски. 
Авторы данной статьи согласны с мнением большинства, отраженным 
в Википедии: хакер – это человек, наслаждающийся доскональным 
пониманием внутренних действий систем, компьютеров и компьютерных 
сетей в частности; кто-либо программирующий с энтузиазмом (даже 
одержимо) или любящий программировать, а не просто теоретизировать о 
программировании; человек, способный ценить и понимать хакерские 
ценности; человек, который силен в быстром программировании; эксперт по 
отношению к определенной компьютерной программе или кто-либо часто 
работающий с ней (пример: «хакер Unix»);  высокопрофессиональный и 
любопытный программист (администратор или пр.) отличающийся 
оригинальным мышлением. Другое дело, что в сетевом пространстве, как и в 
реальной жизни, такие профессионально важные качества и интересы можно 
направить в  сферу асоциальных представлений и действий. 
Виртуальная добродетель. Согласно традиции кантовской этики, 
добродетель есть способность человека «в соответствии с моральными 
принципами преодолевать склонность ко злу» [4, с. 215]. В свое время, 
пытаясь разгадать тайну нравственности, немецкий философ высветил 
проблему непреодолимого конфликта между объективной нравственностью, 
которая выступает как соответствующая организация среды (правовое 
пространство), и субъективной нравственностью (состояние воли 
индивида). В своей вступительной статье к работе И.  Канта «Лекции по 
этике» А.А. Гусейнов верно замечает, что смысл возможности и перспективы 
преодоления такого конфликта в настоящее время выходит на качественно 
новый уровень моральной ситуации  
[4, с. 32]. Содержательно развивая эту мысль, хотелось бы отметить, что 
«новая моральная ситуация» во многом инициирована расширением 
интернет-пространства в жизни человека. 
Пользователь Интернета, как и любой человек, «заполнен 
недостатками». Чтобы быть сдержанным относительно собственных ошибок 
и слабостей, в своей повседневной реальности он способен притворяться и 
выглядеть кем-то иным. Интернет предоставляет уникальную возможность 
овладеть искусством выглядеть в глазах общества не так, как есть на самом 
деле. Здесь внешний вид человека замещается фотографиями, а устная речь 
(за исключением Skype  
и его аналогов) – текстовыми сообщениями. У участника сетевого 
сообщества возникает иллюзия свободы, соблазн вести себя, как  
угодно: например, проявить сочувствие или оказать помощь, или, наоборот, 
дать волю грубости и злобе, надеясь на безнаказанность  
и отсутствие прямой ответственности. Отсюда и возникает проблема 
виртуального культивирования добродетели. 
Обращаясь к друзьям в социальной сети, пользователи часто просят не 
только о реальной помощи, но и об информационной поддержке. Например, 
размещая объявление о сборе средств на операцию, о поддержке бездомных 
животных, о поиске волонтеров и т. д., пользователь обязательно укажет в 
тексте: «перепост приветствуется» («В контакте», Facebook) или 
«пожалуйста, ретвитни» (Twitter). Большинство пользователей, 
дублирующих по его просьбе объявление, не помогают ему ни деньгами, ни 
действиями, однако у них все равно остается чувство причастности, 
удовлетворенности, как от действительно сделанного доброго дела. 
Возникает своего рода иллюзия добродетели, так как в таком (виртуальном!) 
случае от человека не требуется жертвенности или необходимости 
преодолевать себя; его помощь направлена не на нужду другого, а 
предполагает лишь собственное удобство, позитивное эмоциональное 
состояние и обходительность. 
Многие пользователи склонны муссировать скорбные 
информационные поводы. Даже если их непосредственно не касается какое-
либо трагическое событие (а в некоторых случаях именно поэтому), они 
выражают соболезнования, создают группы направленности «помним, 
любим, скорбим», используют на своих страницах специальную «скорбную» 
символику. Это касается не только трагических событий в масштабах страны, 
смерти публичных людей, но и частных трагедий, когда незнакомые с 
погибшим человеком люди оплакивают его на оставшейся странице в 
социальных сетях. 
Однако нельзя не заметить и косвенную пользу от такого 
культивирования виртуальной добросердечности. Частота исполнения 
подобных сочувствующих ритуалов может постепенно войти в привычку: 
человек становится способным испытывать благоприятные побуждения, его 
морально-этические склонности утончаются, шлифуются, он делается более 
цивилизованным. 
Как видим, социально-этический аспект интернет-коммуникаций 
выглядит довольно противоречиво. С одной стороны, в условиях 
коммерческой и политической ангажированности телевизионного вещания 
Интернет является единственно очевидной площадкой, которая позволяет 
индивиду относительно свободно высказывать свои мысли, отстаивать 
убеждения и демонстрировать ценности. Казалось бы, это ведет и к 
ослаблению нормативности. С другой стороны, интернет-технологии 
способствуют усилению властной регулятивности сетевых потоков, 
выраженной, прежде всего, в необходимости подчинения законам сетевого 
языка и сетевой морали. Налицо конфликт, высвеченный в свое время 
И. Кантом, между «номией» и «авто», между законодательством и самостью, 
между этикой правил и этикой мотивов. 
Культурная оболочка человека (ценности, убеждения, идеалы), его 
социально-этические предпочтения «переходят» вслед за ним в виртуальную 
реальность. Как тут не вспомнить афоризм «от себя не убежишь». Даже 
аноним идентифицируется участниками интернет-сообщества не как 
безликое существо, а как личность со специфическими потребностями, 
ценностями, интересами и внутренними императивами. Поэтому 
пользователь Интернета должен понимать, что ответственность за его слова в 
сетевой дискуссии не исчезает на расстоянии, как это может показаться, что 
искусственная маска лицемерия рано или поздно будет сорвана, что 
искренность побуждений и понимание смысла коммуникации всегда 
перевесят «аватарность».  
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