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Abstrakt
Práce se zabývá problematikou detekce a identifikace obličeje na fotografích. V úvodu jsou rozebrány 
nejznámější metody se stručnými popisy jejich pricipů. Některé z nich v rámci praktické části 
implementujeme a otestujeme na volně dostupných databázích. V závěru práce jsou zhodnoceny 
výsledky metod a uzavření celé práce. 
Abstract
This work is focused on the problematic of face detection and identification in photography.  The 
introduction is devoted to the most popular methods with briefly descriptions of their principles and 
rules. Within the practical part of this work we implement and test on free available databases the 
several of these methods. In the conclusion we evaluate the results and addition of this whole work. 
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1  Úvod
Pre človeka je charakteristické, že dokáže rozpoznať objekt alebo osobu na vzdialenosť niekoľkých  
metrov. Či už je to na základe tvaru, výzoru, chôdze alebo dokonca hlasu. Každý z nás  je jedinečný a 
našou súčasťou sú špecifické biologické znaky (odtlačky prstov, oko, tvár, hlas, DNA, podpis). Z 
dôvodu,  že  v  dnešnom  svete  sa  snažíme  všetko  automatizovať,  nachádza  aj  táto  oblasť  svoje 
zastúpenie v oblasti počítačov. Aktuálne ich môžeme nájsť napríklad v kamerových systémoch,  pri 
finančných transakciách a bezpečnostných systémoch,  ktoré slúžia k identifikácii  alebo verifikácii  
osoby. 
V mojej práci sa budem venovať práve tejto problematike. Pozrieme sa na detekciu ľudskej 
tváre na fotografiách a následnej identifikácie v rámci osôb uložených v lokálnej databáze. 
V úvode si rozoberieme možné komplikácie spojené s kvalitou fotografie, ktoré majú hlavný 
vplyv na úspešnosť rozpoznávania tváre. Taktiež si ukážeme možné riešenia a ukážeme si existujúce 
metódy. Pozrieme sa hlavne na tie, ktoré sú zaujímavé z hľadiska ďalšieho vývoja.
V  druhej  kapitole  si  opíšeme  návrh  aplikácie,  ktorá  bola  v  rámci  praktickej  časti 
implementovaná. Bolo vybraných niekoľko metód, ktoré dokážu na vstupnom obraze detekovať tvár 
a  identifikovať  ju,  teda  určiť,  komu  patrí.  Pre  detekciu  sme  použili  detektory,  ktoré  využívajú  
klasifikačné  algoritmy Adaboost a SVM. V procese identifikácie sme skúsili použiť algoritmy PCA 
a LDA. Následne funkčnosť daných algoritmov sme otestovali  na  voľne dostupných databázach. 
V závere práce si zhrnieme výsledky testovaných metód a navzájom ich porovnáme. Tiež sa  
pozrieme, kam by mohla v budúcnosti práca ešte smerovať.
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2 Rozpoznávanie tváre na fotografii
Fotografia v súčasnej dobe patrí medzi najpoužívanejšie a najrozšírenejšie médiá.  Vďaka nízkej cene 
je prístupná čoraz väčšiemu počtu ľudí. Tým sa aj kladie veľká snaha na to, aby  mohli byť tieto 
obrazy  automaticky  spracované  a  mohli  sa  z  nich  získať  ďalšie  informácie,  napríklad  pri  
rozpoznávania objektov.  Aby sme zvýšili  šance k úspešnému vykonaniu tohoto procesu je  nutné  
zvyšovať kvalitu obrazu. 
Na  kvalitu  má  vplyv  mnoho  faktorov.  Môže  ísť  o  nedostatky  technického  zariadenia, 
samotného snímania objektu a mnoho ďalších. 
Príklady problémov:
1.  Nízka ostrosť
2.  Šum
3.  Veľkosť hľadaného objektu
4.  Osvetlenie
5.  Rotácia okolo os
6.  Prekrytie objektu (napr. okuliare, vlasy, atď.)
Možným riešením zvýšenia  kvality  snímkov  môže  byť  predspracovanie  obrazu  popísané 
v nasledujúcej podkapitole.
2.1 Predspracovanie obrazu
Jednou z možností zvýšenia kvality obrazových dát sú techniky predspracovania obrazu. Cieľom je 
potlačiť skreslenia, ktoré vznikli pri vytvorení obrazu alebo naopak, zvýrazniť niektoré črty obrazu. 
Tento postup je dôležitou časťou z hľadiska ďalšieho spracovania. V tejto kapitole si spomenieme 
najpoužívanejšie z nich a niektoré budú predvedené v rámci praktickej časti práce. 
2.1.1 Ekvalizácia histogramu
Histogram môžeme definovať ako vektor hodnôt H(i), ktoré predstavujú počet pixlov v obraze pre 
každú hodnotu jasu. Cieľom ekvalizácie histogramu je rovnomerne rozložiť jas v obraze v celej škále 
rozsahu. Označme I 0 intenzitu s najnižšou hodnotou v pôvodnom obraze. Potom výslednú intenzitu 
I´ obrazového bodu môžeme vypočítať z pôvodnej intenzity I, podľa vzťahu (2.1),
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I ´= I
X⋅Y ∑i= I0
I=I
H (i) (2.1)
kde X, Y sú rozmery obrazu [27]. Prevedením ekvalizácie vznikne nový obraz s väčším kontrastom. 
To znamená, že niektoré detaily v obraze budú zvýraznené (viz Obrázok 2.1). 
  pôvodný obraz pôvodný histogram
   výsledný obraz výsledný histogram
Obrázok 2.1 Ekvalizácia histogramu.
2.1.2 Redukcia šumu
Metóda redukcia šumu umožňuje redukovať prebytočné informácie v obraze. Vychádza 
z predpokladu, že susedné body v obraze bez šumu majú približne rovnakú hodnotu jasu. Podľa toho 
dokážeme opraviť časti obrazu, ktoré obsahujú šum.
Medzi najjednoduchšie filtre, ktoré umožňujú odstrániť šum z obrazu patrí priemerovanie. 
Novú hodnotu jasu pre daný bod vypočíta ako aritmetický  priemer z hodnôt jasu okolia. Väčšinou sú 
použite masky s veľkosťou 3x3 (Obrázok 2.2) [29]. Ich veľkou nevýhodou je, že rozostrujú hrany. 
Svoje využitie však nájdu pri filtrácii veľkých plôch.
Obrázok 2.2: Konvolučné masky veľkosti 3x3 [29].
Medzi ďalšie používané filtre patria Gaussove filtre. Narozdiel od priemerovania používa 
masku zloženú z elementov definovaných 2D Gaussovou funkciou (2.2), kde x a y sú súradnice 
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daného bodu a σ je štandardná odchýlka. Pre efektívne využitie týchto filtrov je nutné vhodne zvoliť 
štandardnú odchýlku [1].
g ( x , y)= 1
2Πσ2
e
( x
2+ y2
2σ 2
)
(2.2)
Posledné filtre, ktoré si ukážeme sú nelineárne mediánové filtre. Sú hlavne využiteľné na 
potlačenie impulzného šumu. Hodnoty jasu bodov vo filtračnej matici sú najskôr usporiadané podľa 
ich veľkosti. Mediánové filtre môžu poškodiť tenké hrany a ostré rohy v obraze [29].
2.1.3 Segmentácia
V tejto kapitole sa pozrieme na niektoré techniky segmentácie.  Cieľom tohto procesu je rozdeliť 
vstupný obraz do niekoľkých objektov a tým selektovať časť obrazu, ktorá je pre nás zaujímavá. 
Medzi metódy segmentácie obrazu patria techniky založené na prahovaní, detekcii hrán a 
metódy založené na regiónoch, podrobnejší môžete nájsť v [1].
2.1.3.1 Prahovanie
Jednoduché prahovanie (thresholding) je jedna z technik segmentácie. Umožňuje rozlíšiť hľadané 
objekty  od pozadia na základe hodnoty jasu jednotlivých bodov daného obrazu (Obrázok 2.3). Nový 
obraz g(x,y)  získame následovne podľa vzťahu (2.3), 
0 ak f(x, y) < T
g(x, y)  = (2.3)
1 ak f(x, y) ≥ T
kde f(x, y) je pôvodný obraz a T je prahová hodnota, na základe ktorej sa rozdelí priestor na body 
objektu a body pozadia [29].
Obrázok 2.3: Ukážka prahovania (vľavo pôvodný obraz , vpravo je výsledný obraz).
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2.1.4 Detekcia hrán 
Úlohou segmetácie pomocou detekcie hrán je nájsť miesta v obraze, kde sa prudko mení hodnota  
jasu. Proces prebieha na základe použitia hranových operátorov ako napríklad [29]:
 Robertsov operátor
 Laplaceov operátor
 Prewittov operátor
 Sobelov operátor 
 Robinsonov operátor 
Z dôvodu, že po aplikácii týchto operátorov vznikne obraz s množstvom nespojených hrán je 
nutné previesť rekonštrukciu hranice nájdených objektov pomocou metód spojovania oblastí [1]. 
2.2 Metódy detekcie tváre
Základnou myšlienkou detekcie je automaticky nájsť tvár na reálnej scéne a vytvoriť jej model pre  
ďalšie spracovanie. Celý proces je zložený z dvoch častí. Zo zistenia, či sa na danej scéne objekt  
nachádza  a zistenia jeho presnej polohy. Ďalej sa musíme zaoberať tým, že na jednej scéne môže byť  
viac objektov alebo aj  žiaden.  Z toho hľadiska je nutné prejsť celý priestor a nájsť všetky tváre  
v obraze.
Metód pre detekciu a lokalizáciu existuje celé množstvo. Z pohľadu prístupu ich môžeme 
rozdeliť na štyri základné typy. V tabuľke (Tabuľka 2.1) môžete vidieť jednotlivé metódy a k nim 
príklady publikovaných prác [25].
Tabuľka 2.1: Prehľad metód detekcie tváre.
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Metódy Práce
Znalostné metódy Human face detection in a complex background [12]
Metódy založené na príznakoch
   - hrany Feature-Based Human Face Detection [13]
   - farba pokožky Finding skin in color image [14]
Metódy založené na porovnávaní šablónActive Shape Model [15]
Podobnostné metódy
   - PCA Eigenfaces for recognition [16]
   - Adaboost
   - Neurónové siete Ensemble of neural networks and arbitration [17]
   - SVM SVM with polynomial kernel [18]
Rapid object detection using a boosted cascade of simple features [4]
2.2.1 Znalostné metódy (Knowledge-based)
Tieto metódy vychádzajú z vedomostí o tom ako vyzerá ľudská tvár. To znamená, že každú tvár, jej  
príznaky a vzťahy medzi nimi, dokážeme popísať jednoduchými pravidlami. Napríklad centrum tváre 
má jednotnú intenzitu, každá tvár má dve oči, nos a ústa (Obrázok 2.4). Vzťah medzi príznakmi môže 
definovať ich relatívnu vzdialenosť a pozíciu. 
Zo vstupného obrazu sú najprv extrahované príznaky, ktoré by mohli opisovať tvár. Následne 
prebehne identifikácie podľa definovaných pravidiel a rozhodne o danom kandidátovi, či je to tvár 
alebo nie. Problém týchto metód je v tom, že nie je jednoduché preložiť vedomosti do pravidiel 
a rozšíriť ich pre rozličné pózy.  Z toho dôvodu tieto metódy väčšinou nedosahujú veľmi dobré 
výsledky [25].
Obrázok 2.4: Typická ľudská tvár v znalostných metódach [25].
2.2.2 Metódy založené na príznakoch  (Feature-based)
Metódy založené na príznakoch sú založené na extrahovaní rysov tváre (oči, obočie, nos, ústa, hrany,  
tvar, textúra, či farba kože). Úlohou je ich nájsť na vstupnom obraze a štatistickým modelom overiť  
existenciu tváre. Štatistický model je postavený na popise vzťahov medzi jednotlivými príznakmi.  
Problémom  týchto  metód  môže  byť,  že  obraz  bude  poškodený  napríklad  z  dôsledku 
osvetlenia alebo šumu. Avšak sú  jednoduché a rýchle na implementáciu a je možné s nimi dosiahnuť 
pomerne dobrých výsledkov [25]. 
Jednou z významných metód extrahovania príznakov tváre je extrakcia na základe farby 
ľudskej pokožky (Obrázok 2.5), ktorá bola použitá v práci [14]. 
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Obrázok 2.5: Príklad extrahovania farby pokožky [6].
Hlavnou myšlienkou tejto metódy je ohodnotiť každý pixel obrazu tak, že mu priradí hodnotu 
čiernej alebo bielej farby. V prípade, že daný pixel je potencionálne súčasťou tváre, tak ho zafarbí na 
bielo a v opačnom prípade na čierno. Ďalším krokom je zlúčenie nájdených častí pokožky. Ak 
výsledná oblasť spĺňa aj ďalšie kritéria (napr. veľkosť) bude klasifikovaná ako tvár. Táto metóda je 
závislá na osvetlení a na farebnom modeli fotografie.
2.2.3 Metódy založené na porovnávaní šablón (Template 
matching) 
V tejto metóde sú vytvorené šablóny pre popis tváre alebo tvárových rysov (Obrázok 2.6). Pomocou  
výpočtov  korelačných  hodnôt  vstupného  obrazu  a  uložených  šablón  detekujeme  hľadanú  tvár. 
Nevýhodou je nutnosť vytvoriť  a uložiť jednotlivé šablóny,  čo môže byť  veľmi  pracné a časovo 
náročné.[25]
Obrázok 2.6: Metóda prikladania šablón.
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2.2.4 Podobnostné metódy  (Appearance-based)
Podobnostné  metódy  sú  založené  na  technikách  štatistickej  analýzy  a  na  strojovom učení  nájsť 
charakteristiky  pre  tvár  a  ostatné  objekty  (Obrázok  2.7).  Modely  tvárí  sú  vytvorené  trénovaním 
klasifikačného  algoritmu.  Potom  pri  detekcii  sa  tieto  modely  porovnajú  so  vstupným  obrazom 
a vyhodnotí sa výsledok. Celý proces prebieha a poloautomaticky a väčšinou dosahujú veľmi dobrých 
výsledkov [25].
Obrázok 2.7: Metóda založená na rozlišovaní face a non-face [25].
2.3 Metódy identifikácie tváre
Každý  človek  je  jedinečný  a  má  svoju  identitu.  Pod  identitou  chápeme  kombináciu  ľudských 
biologických vlastností špecifických pre konkrétnu osobu. 
Cieľom identifikácie je zistiť identitu pozorovaného subjektu. Jedná sa o proces porovnania 
objektov a zistenia zhody medzi nimi. O tomto procese môžeme povedať, že ide o  porovnanie 1:N, 
z dôvodu, že referenčný vzor porovnávame so vzormi uloženými v databáze [1]. 
Výsledkom procesu je množina mier podobnosti porovnania s každým vzorom v databázy. 
Percento vzorov s najlepším ohodnotením je označené ako najlepšie porovnanie. Metódy identifikácie 
rozdeľujeme na tri hlavné skupiny podľa tabuľky (Tabuľka 2.2) [26].
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Tabuľka 2.2: Prehľad metód identifikácie tváre.
Holistické metódy používajú ako vstup do rozpoznávacieho systému celú tvár. Medzi 
najpoužívanejšie patrí metóda analýzy hlavných komponent. Okrem iného existujú ešte štrukturálne 
a hybridné prístupy. Typicky úlohou štrukturálnych metód je nájsť lokálne príznaky tváre (nos, oči, 
ústa) a na základe ich pozície, vzdialenosti a štastiky ohodnotiť klasifikátorom. Zmyslom hybridných 
metód je skombinovať oba dva vyššie uvedené prístupy a tak dojsť k lepším výsledkom [26].
2.4 Viola & Jones detektor
V tejto kapitole sa pozrieme na detekciu objektu navrhnutou metódou P. Violou a M. J. Jonesom. 
Viola&Jones objektový detektor bol  prvý krát  publikovaný v roku 2001 [4].  Detektor pracuje so 
šedo-tónovými obrazmi. Pre natrénovanie používa klasifikačný algoritmus Adaboost s kombináciou 
Haarovych príznakov a kaskády.  Ako vstup používa vstupnú množinu pozitívnych a negatívnych 
obrazov. 
Hlavnou výhodou je rýchlosť detekcie, nezávislosť na osvetlení a veľkosti objektu. Pre jeho 
vlastnosti a vysokú úspešnosť sa často používa pre detekciu tváre.
2.4.1 Adaboost (Adaptive boosting)
Adaboost  v  roku  1995  formulovali  Freund  a   Schapire  [5].  Jedná  sa  o  klasifikačný  algoritmus  
založený na metóde strojového učenia nazývaného boosting. Hovoríme, že ide o učenie s učiteľom. 
Jeho cieľom je kombinovať jednoduché slabé klasifikátory a vytvoriť z nich jeden silný a účinný  
klasifikátor (Obrázok 2.8).
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Metódy Práce
Holistické metódy
   - Eigenfaces Eigenfaces Direct application of PCA [19]
   - Fisherfaces FLD on eigenspace [24]
   - ICA ICA-based feature analysis [23]
Štrukturálne  metódy
   - Convolution Neural Network
Hybridné metódy
   - Component-based  Component-Based Face Recognition with 3D Models [20]
   - SVM Two-class problem based on SVM [22]
Face recognition: a convolutional neural-network approach [21]
 Slabý klasifikátor č.1     Slabý klasifikátor č.2    Slabý klasifikátor č.3       Výsledný klasifikátor
Obrázok 2.8: Výsledný silný klasifikátor.
Pod pojmom slabý klasifikátor rozumieme klasifikátor h t:χ→{−1,+1}, t∈{1, ... , t} , ktorý 
väčšinou nedosahuje výsledky s vysokou presnosťou. Zároveň  existuje požiadavok, aby jeho chyba 
bola menšia ako hodnota 0.5. Výsledný klasifikátor H (x )  definujeme ako lineárnu kombináciu 
slabých klasifikátorov h t(x )  vzťahom (2.4) [7].
H (x )=sign(∑
t=1
T
α 1 ht( x))
(2.4)
V každom kroku učenia do lineárnej kombinácii pridávame jeden slabý klasifikátor 
z množiny klasifikátorov, dokým nie je trénovacia chyba dostatočne minimalizovaná. Adaboost na 
začiatku inicializuje váhy Dt  trénovacej množiny, ktoré ďalej využíva pri učení. Trénovacia 
množina obsahuje množinu dvojíc {x i , yi} , kde x i  sú vstupné vektory s príslušným ohodnotením 
z jednej z dvoch tried yi∈{−1,+1} . Algoritmus je popísaný následovne [8][9]:
1. Inicializácia dát váhovými koeficientami D1(i)=1/m ,i=1, ... ,m .
2. Pre t=1,... , T : 
3. Nájdi najlepší slabý klasifikátor h t=arg minh j∈H ε j , kde ε j=∑i=1
m
Dt(i) ,  y i≠h j( xi)  
pri ohodnotení trénovacích dát Dt (i)  .
4. Over, či chyba klasifikátoru neprekročila ε<0.5 inak pokračuj.
5. Nastav koeficient slabého klasifikátoru αt=
1
2
log [(1−εt) /εt ] .
6. Aktualizuj váhy Dt+1(i)=[D t(i)exp(−αt y i h t(x i))] /Z t ,
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kde Z t=∑
i=1
m
[D t(i )exp(−αt y i h t(x i))] /Z t  .
7. Výsledný klasifikátor H (x )=sign(∑
t=1
T
α 1 ht( x))
2.4.2 Haarové príznaky 
Proces klasifikovania obrazov podľa  Viola&Jones detektoru je založený na hodnote jednoduchých 
príznakov ako sú Haarové príznaky. 
Haarove príznaky sa skladajú z dvoch, troch alebo štyroch obdĺžnikov. Rozdeľujeme ich na 
niekoľko druhov podľa typu detekovanej informácie (Obrázok 2.9) [8]: 
1. hranové príznaky
2.  čiarové
3. stredové
Výhodou ich použitia  je, že výpočet ich hodnoty je konštantný pre každú ich veľkosť.
Obrázok 2.9: Typy Haarových príznakov.
2.4.3 Kaskáda
Kaskáda predstavuje reťazec klasifikátorov, do ktorých postupne vchádzajú vstupné vzorky. 
V každom uzle kaskády sú vyradené negatívne vzorky. Pozitívne ďalej postupujú do ďalších 
klasifikátorov (Obrázok 2.10). V prvých uzloch je vyradených najviac negatívnych vzoriek. 
Negatívne klasifikované vzorky sú vyradené z ďalšej klasifikácie [8]. 
Účelom kaskády je znížiť počet negatívnych detekcií a zároveň udržať vysokú úspešnosť 
detekcie. 
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Obrázok 2.10 : Kaskáda N slabých klasifikátorov k.
2.5 PCA (Principal Component Analysis)
Tiež nazývaný eigenfaces, jedná sa o algoritmus strojového učenia bez učiteľa. Metóda transformuje 
trénovacie  a  testovacie  dáta  do  podpriestoru   tzv.  eigenspace  vytvoreného  pomocou  vlastných 
vektorov kovariačnej  matice.  Umožňuje  lineárne  zredukovať  počet  dimenzií  dát  s  čo  najmenšou 
stratou informácie.   
V N-rozmernom priestore je každý bod predstavený vektorom xi , ktorý je  o veľkosti n. 
Obrázok 2.11: PCA reprezentácia výstupných dát [3].
Princíp metódy PCA [1][2]:
 Od každého bodu je odčítaná jeho stredná hodnota C i= xi−m , kde m=
1
P ∑i=1
P
xi a 
P je počet bodov.
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 Spočítanie kovariačnej matice zo všetkých ci. Pre n-rozmerov ju môžeme spočítať 
ako Cnxn=(c ij ;c ij=cov (Dimi ; Dim j)) , kde Cnxn je matica s n riadkami, n stĺpcami, 
Dimx je x-tý rozmer. 
 Určenie vlastných vektorov tzv. eigenvectors a vlastných hodnôt tzv. eigenvalues 
kovariačnej matice. 
 Vzostupné zoradenie eigenvectors a eigenvalues. 
 Výber prvých m eigenvectors z usporiadanej množiny a následné generovanie 
množiny dát v novej reprezentácii. 
Nový podpriestor nezávisí na príslušnosti dát k triedam (Obrázok 2.10).
2.6 LDA (Linear Discriminant Analysis)
LDA je metóda strojového učenia s učiteľom, tiež býva označovaná ako fisherfaces.  Táto metóda 
funguje  na  podobnom princípe  ako  metóda  PCA.  Narozdiel  od  PCA  transformuje  dáta  tak,  že 
minimalizuje vnútro-triedny a zároveň maximalizuje medzitriedny rozptyl  dát.  To znamená,  že sa 
snaží nový priestor vytvoriť, aby čo najviac rozptýlil dáta rôznych subjektov (v našom prípade tvári)  
a minimalizoval vzdialenosť dát priliehajúcich tomu istému subjektu (Obrázok 2.11)[1]. 
Obrázok 2.11: LDA rozdelenie dát dvoch tried [3].
Nevýhodou tejto metódy je, že môže dôjsť k preučeniu klasifikátora. 
15
2.7 ICA (Idependent Component Analysis)
Viacrozmerná štatistická metóda, ktorej úlohou je dekomponovať dáta do nezávislých zdrojov tzv. 
komponent. 
Dokáže zmiešaný signál separovať na viacero signálov. Základným predpokladom je, aby 
vstupné dáta označované ako komponenty neobsahovali Gaussovské rozloženie hustoty 
pravdepodobnosti jednotlivých vzorkov a aby neboli na sebe štatisticky závislé.  
Máme n-rozmerný priestor, kde X je n-rozmerný vektor pozorovaných dát. Potom lineárnu 
kombináciu zdrojových dát môžeme popísať ako n-rozmerný vektor (2.5),
X =A⋅S (2.5)
kde A je zmiešavacia matica mxn a S je m-rozmerný vektor vstupných dát. Zdroje môžeme určiť 
podľa vzťahu (2.6),
S=A−1⋅X (2.6)
kde A-1 je inverznou maticou k A [30]. 
Výhodou tejto metódy je rýchla a relatívne jednoduchá implementácia.
2.8 SVM (Suppot vector machines)
Support vector machine je metóda strojového učenia s učiteľom, ktorá bola pôvodne vyvinutý ako 
lineárny klasifikátor. 
Cieľom je rozdeliť vstupné dáta do dvoch tried. SVM rozdeľuje dáta tak, že maximalizuje 
vzdialenosť  jednotlivých  tried  dát.  Vzdialenosť  rozdeľujúce  nadroviny  má  byť  čo  najväčšia  od 
výskytov dát jednotlivých tried. Pre popis optimálnej nadroviny slúžia tzv. podporné vektory, ktoré 
ležia hranici každej z tried. Výsledná rovina leží medzi týmito vektormi a jej vzdialenosť od oboch je  
maximálna, čo zaručuje maximálny medzitriedny rozptyl (Obrázok 2.12). 
Separačná nadrovina môžeme definovať nasledujúcim vzťahom (2.7),
wT x+b=0  (2.7)
kde x je vektor hodnôt, w je vektor váhových koeficientov a b je posunutie [2].  
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Obrázok  2.12: Rozdelenie dát pomocou nadroviny.
2.9 Meranie spoľahlivosti biometrických 
systémov
Ideálnym systémom by bola jeho 100 percentá spoľahlivosť (Obrázok 2.13). To znamená, že miera 
chýb FAR a FRR by bola 0. Bohužiaľ v praxi to zatiaľ nie je možné a reálne zariadenie preukazuje  
rôznu citlivosť a  má vplyv na  jeho účinnosť (Obrázok 2.14). 
Obrázok 2.13: Ideálna aplikácia biometrického systému [10].
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Obrázok 2.14: Reálna aplikácia biometrického systému [10].
FAR (False Acceptance Rate)
Miera chybného prijatia je pravdepodobnosť kedy biometrický systém nesprávne klasifikuje dva 
rôzne biometrické vzory. To znamená, že dva rozdielne subjekty označí  za zhodné. Mieru FAR 
vypočítame podľa (2.8),
FAR=
N fi
N i (2.8)
kde N fi je počet zhodných porovnaní rozdielnych vzorov a N i je celkový počet porovnaní 
rozdielnych vzorov [1].
FRR (False Rejection Rate) 
Miera chybného odmietnutia je pravdepodobnosť, že biometrický systém chybne klasifikuje dva 
biometrické vzory od jednej osoby.  Tieto vzory prehlási za odlišné. Mieru FRR vypočítame 
následovným vzťahom (2.9),
FRR=
N fr
N ei (2.9)
kde N fr je počet porovnaní vzorov osoby A vedúcich k nezhode a N ei je celkový počet porovnaní 
vzorov osoby A [1].
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2.10 Databázy tvári / kolekcie
Za posledné roky sa vyvinulo množstvo metód a algoritmov pre detekciu a identifikáciu tváre a preto 
bol  dôraz  na  vývin  databáz,  či  už  pre  trénovanie  klasifikátorov  alebo  pre  testovanie.  Niektoré 
databázy sú zamerané  napríklad na variabilitu osvetlenia, pozadia alebo natočenie tváre. Ich obsah  
pozostáva väčšinou z fotografií vo farbách alebo v šedo-tónových odtieňoch. Stručný prehľad voľne 
dostupných databáz nájdete v tabuľke 2.3.
Tabuľa 2.3: Prehľad databáz.
BioID face database
Táto databáza obsahuje 1521 šedo-tónových čelných obrazov tváre 23 rôznych osôb. Každý snímok 
je v rozlíšení 384x286 pixelov. Pri vytváraní databáze sa kládol dôraz na reálne podmienky. Z toho 
vyplýva, že ponúka širokú variabilitu osvetlenia, pozadia a veľkosti tváre. Jednotlivé obrázky sú 
uložené vo formáte PGM [37].
Faces 1999 (Front)
Databáza bola vytvorená Markusom Weberom na California Institute of Technology. A obsahuje 
priame fotografie tváre. Nájdeme v nej 450 tvárí 27 rôznych ľudí. Fotografie sú odfotené na 
rozličnom pozadí , s rôznym osvetlením a mimiky Formát obrázkov je JPEG v rozlíšení 596x592 
pixelov [38].
The extended Yale Face Databaset 
Táto databáza rozširuje existujúcu The Yale Face Database B a pozostáva z 16128 fotografií 28 
rôznych ľudí pod 9 rozličnými pózami. Jednotlivé obrazy vznikli pod 64 rôznymi svetelnými  
podmienkami. Rozlíšenie každej fotografii je 168x192 pixelov [32].
CBCL FACE DATABASE #1
Databáza CBCL obsahuje čiernobiele fotografie v rozlíšení 19x19 pixelov. Pozostáva z celkovo 2901 
fotografií obsahujúcich tvár (faces) a 28 121 neobsahujúcich tvár (nonfaces). Tieto fotografie sú 
rozdelené na trénovaciu a testovaciu sadu. Formát fotografií je pgm [34].
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Názov databázy Počet fotografií Farba
1521 nie
< 4000 áno
450 áno
5760 nie
31022 nie
16128 nie
750 áno
400 nie
Rozlíšenie [px]
BioID face database [37] 384x286
Faces94 [33] 180x200
Faces 1999 (Front) [38] 596x592
The Yale Face Database B [32] 640x480
CBCL Face Database #1 [34] 19x19
The extended Yale Face Databaset [31] 168x192
Georgia Tech face database [35] 640x180
The ORL face database [36] 92x112
Georgia Tech face database
Fotografie 50-tich ľudí, získané pod rôznymi svetelnými podmienkami a s rôznou mimikou tváre 
obsahuje Georgia Tech face database. Rozlíšenie sa v priemere pohybuje okolo 150x150 pixelov a 
každá fotografia je farebná, uložená vo formáte jpeg [35].
The ORL Database of Faces
Táto databáza obsahuje čiernobiele fotografie 40-tich ľudí, od každého po 10 vzorkov. Všetky 
snímky boli získané pri homogénnom pozadí, no s rozličnými svetelnými podmienkami a s rozličnou 
mimikou tváre. Taktiež obsahuje niekoľko tvárí s okuliarmi. Formát je pgm, veľkosť každého snímku 
je 92x112 pixelov [36].
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3 Návrh aplikácie
V tejto kapitole sa pozrieme na návrh celej aplikácie, ktorý bol implementovaný v rámci praktickej 
časti práce. Návrh aplikácie je rozdelený do niekoľkých častí  (Obrázok 3.1). V prvej podkapitole je 
popísané riešenie lokalizácie a detekcie hľadanej ľudskej  tváre v obraze.  V druhej podkapitole si  
ukážeme návrh identifikácie a porovnania nájdenej tváre v rámci lokálnej databázy.  
Obrázok  3.1: Systém rozpoznávania tváre.
3.1 Popis detekcie v aplikácii
Detekcia hľadanej tváre prebieha v dvoch hlavných fázach (Obrázok 3.2). V prvej fáze je potrebné 
natrénovať klasifikátor. Klasifikátor natrénujeme na vstupnej množine, ktorá obsahuje pozitívne 
vzorky a negatívne vzorky. Pozitívne vzorky pozostávajú z tváre a negatívne tvár neobsahujú. Pred 
samotným trénovaním klasifikátora vzorky upravíme, normalizujeme a extrahujeme z nich príznaky. 
Pod pojmom normalizácie rozumieme proces upravenia obrazu a optimalizovania jeho rozmerov na 
rovnaký v rámci celej aplikácie, čo vedie k lepším výsledkom porovnania.
V druhej fáze na vstupnej fotografii pokúsime lokalizovať všetky potencionálne oblasti, ktoré 
by mohli byť tvár. Predpokladom je, že na danej fotografii sa môže nachádzať niekoľko osôb. Z toho 
dôvodu prechádzame celý obraz, pixel za pixelom. Nájdené kandidátne oblasti upravíme,  podobne 
ako pri trénovacej sade. Natrénovaný klasifikátor ich označí v prípade pozitívnej zhody ako tvár 
alebo v opačnom prípade ich vyradí.
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Výsledkom detekcie je zvýraznenie všetkých oblastí  vstupnej fotografie, ktoré predstavujú 
ľudskú tvár. 
Obrázok 3.2: Proces detekcie tváre z obrazu.
3.1.1 Popis vybraného riešenia detekcie
Na základe teoretického rozboru vo vyššie uvedenej kapitole 2, kde boli popísané všetky metódy,  
sme vhodne zvolili metódy pre riešenie tejto  problematiky. Vybrať správne algoritmy nie je vôbec 
jednoduché vzhľadom k ich počtu.
Ako prvú sme vybrali metódu od Violy&Jones  (kapitola 2.4), pretože je vhodná pre detekciu 
rôznorodých objektov ako sú tváre a podľa výsledkov dosahuje vysokú úspešnosť detekcie. Pre svoju 
jednoduchú implementáciu bola ďalšou použitou metódou detekcie na základe extrahovania pokožky 
tváre (kapitola 2.2.2) s kombináciou klasifikačného algoritmu SVM (kapitola 2.8). Jej nevýhodou je, 
že je ovplyvnená farbou obrazu. Avšak aj táto metóda môže dosahovať veľmi dobrých výsledkov.
Viola & Jones detektor
Trénovanie klasifikátoru prebieha na základe spracovania vstupnej množiny obrazov a extrahovania 
Haarových príznakov z danej množiny.
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Vstupy a výstupy trénovania klasifikátora:
● Vstup klasifikátora –  kolekcia obrazov typu face a non-face v odtieňoch šedej v rozlíšení 
19x19 pixelov popísaná v csv súbore. Formáty jednotlivých obrázkov sú typu jpg/pgm.
● Výstup klasifikátora – natrénovaný klasifikátor je uložený do súboru formátu xml, ktorý je 
ďalej možné kedykoľvek použiť v rámci detekovania.
Po natrénovaní klasifikátora môže začať samotný proces detekcie tváre zo vstupného obrazu:
● Vstup detekcie – vstupom je načítaný obraz vo formáte jpg/pgm. Veľkosť obrazu je 
v rozlíšení väčšom ako 289x197 pixelov. Následne obraz načítame do dvojrozmernej matice, 
ktorá je vhodná pre ďalšie spracovanie. 
● Proces detekcie – vstup prevedieme do odtieňov šedej a z celého obrazu extrahujeme 
pomocou Haarových príznakov kandidátne oblasti, ktoré sú väčšie ako 40x70 pixelov. 
Oblasti ležiace blízko seba sú zlúčené do jednej, aby sme predišli viacnásobnému 
detekovaniu toho istého objektu. Pomocou  načítaného klasifikátoru z xml súboru porovnáme 
potencionálne tváre s uloženými príznakmi a vyhodnotíme ich.
● Výstup detekcie – v prípade ak na vstupe bola detekovaná tvár, tak je táto oblasť ohraničená 
obdĺžnikom a pripravená pre ďalšie spracovanie. Výstupný obraz sa zobrazí v okne.
SVM  detektor
Trénovanie klasifikátora, vstupy a výstupy prebiehajú podobne ako u Viola & Jones detektora. Avšak 
SVM detektor pracuje výlučne so vstupným obrazom, ktorý je v plnej farbe. 
● Proces detekcie – kvoli lepšieme spracovaniu je nutné previesť vstupný obraz z RGB 
farebného modelu do modelu HSV, z ktorého jednoduchou metódou prahovania extrahujeme 
časti obrazu v rozsahu farby ľudskej pokožky. Pixelom prisluchajúcej farbe kože priradíme 
hodnotu bielej farby a ostatným pixelom  hodnotu čiernej farby. Tým sa nám značne podarí 
zredukovať priestor. Vznikne nám obraz, ktorý môže obsahovať časti tváre, ale aj nežiadané 
objekty.  Na základe pomeru strán obdĺžnika a veľkosti rozmerov vyradíme oblasti, ktoré 
pravdepodobne tvár nepredstavujú. Zvyšné  časti orežeme a získame kandidátne oblasti. 
Nájdené oblasti sú následne upravené na jednotný rozmer, prevedené do šedo-tónového 
farebného modelu a podobne ako u trénovacej množiny použijeme ekvalizáciu histogramu 
pre rozloženie jasu a zvýraznenie niektorých čŕt. Takto upravený obraz pomocou 
natrénovaného klasifikátora vyhodnotíme.
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3.2 Popis identifikácie v aplikácii
Podobne ako v predchádzajúcej podkapitole aj proces identifikácie môžeme rozdeliť do niekoľkých 
fáz (Obrázok 3.3). Klasifikátor natrénujeme na množine, ktorá je uložená v rámci internej databázy. 
Táto databáza obsahuje niekoľko obrazov ľudskej tváre, ktoré prislúchajú jednotlivým osobám so 
známou identitou.
V ďalšom kroku prebehne klasifikácia tváre, ktorá bola získaná v rámci časti detekcie. 
V prípade úspechu  je výsledkom celého procesu zistená identita osoby na vstupnej fotografii.
Obrázok 3.3 Proces identifikácie tváre.
3.2.1 Popis vybraného riešenia identifikácie
Jednou z vybraných metód je použitie klasifikačného algoritmu PCA a ako ďalšiu sme zvolili 
algoritmus LDA poďla teoretického rozboru týchto metód (kapitola 2.5 a 2.6). Oba z týchto 
algoritmov sú vhodné práve pre riešenie klasifikácie 1:N. Vstupy a výstupy trénovania PCA a LDA 
klasifikátorov:
● Vstup klasifikátora – csv súbor pozostávajúci z množiny obrazov tvarí rôznych osôb v 
odtieňoch šedej a rolíšení 19x19 pixelov. Formáty  obrázkov sú typu jpg/pgm.
● Výstup klasifikátora – natrénovaný klasifikátor je uložený do súboru formátu yml, ktorý je 
ďalej možné kedykoľvek použiť v rámci indetifikácie.
Vstupy a výstupy testovania identifikácie:
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● Vstup identifikácie – vstupným obrazom je tvár upravená podobne ako pri trénovace 
množine a s rovnakým rozmerom
● Výstup identifikácie – výstupom identifikačného procesu je označenie, komu konkrétne 
z trénovacej sady patrí vstupná tvár.
3.3 Prípady užitia výslednej aplikácie
Na obrázku (Obrázok 3.4) sú znázornené všetky možné prípady užitia navrhnutej aplikácie. Celá 
aplikácia pozostáva z deviatich prípadov užitia. Ako vidieť je možné osobitne natrénovať a otestovať 
jednotlivé metódy na vstupnom vzorku alebo použiť kombináciu najlepšieho detektora a 
identifikátora. 
Obrázok 3.4: Prípady užitia aplikácie.
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4 Implementácia
V tejto časti práce sa pozrieme na implementáciu aplikácie pre detekciu a identifikáciu v obraze. Celá 
práca bola vypracovaná na základe vytvoreného návrhu, ktorý je opísaný v tretej kapitole. Aplikácia 
bola naprogramovaná v jazyku C++ s využitím knižnice OpenCV pod operačným systémom 
Windows 8. OpenCV knižnica sa zameriava na oblasť počítačového videnia a ponúka viac ako 2500 
optimalizovaných algoritmov [28].
4.1 Popis jednotlivých častí aplikácie
V tejto časti práce sa pozrieme na najvýznamnejšie použité metódy. Aplikácia bola implementovaná 
ako konzolová aplikácia a jej jadro rozdeľujeme na niekoľko častí:
VJtrain() –  obsahuje implementáciu trénovania klasifikátoru od Violy a Jones. Ako prvé sme 
načítali trénovaciu množinu  obrázkov a upravili sme ju na jednotný rozmer 19x19 pixelov pomocou 
metódy create_samples(). Pre trénovanie samotného algoritmu sme zavolali metódu 
train(), ktorá nám vráti natrénovaný klasifikátor na základe trénovacej množiny a vstupných 
parametrov. Výsledný klasifikátor sa uloží na disk do xml súboru.
VJdetect() – ako vstup tejto funkcie načítame natrénovaný klasifikátor metódou load(). 
Vstupná fotografia podobne ako u VJtrain() je konvertovaná do odtieňoch  šedej pomocou 
cvtColor(). Následne zavoláme metódu detectMultiScale(), ktorá nám vráti nájdené 
tváre. Nájdené tváre funkciou rectangle() ohraničíme obdĺžnikom. 
SVMtrain() – predstavuje implementáciu klasifikátora metódou SVM. Podobne ako u o ostatných 
klasifikátorov upravíme vstupnú množinu. Metódou equalizeHist() ekvalizujeme histogram 
každého obrazu. Pre spustenie trénovania zavoláme metódu train() ako u Vjtrain().
SVMdetect() – úlohou tejto funkcie je extrahovať oblasti obsahujúce pokožku pomocou farby zo 
vstupného obrazu a oklasifikovať ju natrénovaným klasifikátorom. Vstupný obraz sme najprv 
previedli do HSV farebného modelu funkciu cvtColor(). Z neho sme našli pokožku tváre 
v definovanom rozsahu vo funkcii inRange() a pomocou findContours() sme našli všetky 
spojené časti. Metódou predict() sme zistili, či daná časť obrazu je tvár.
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 Metódy PCA a LDA sú implementované vo funkciách PCAtrain(), PCAtest(), 
LDAtrain() a LDAtest(). Podobne ako v predchádzajúcich častiach sú najskôr natrénované 
klasifikátory na vstupných obrazoch tváre. Výsledkom týchto častí je priradená konkrétna osoba 
z trénovanej množiny.
4.2 Trénovacie sady
Každý klasifikátor pred jeho použitím je nutné natrénovať na vstupnej množine vzorov. Nižšie si 
popíšeme jednotlivé trénovacie sady (bližšie informácie viď kapitolu 2.10):
 Sada CVCL – databáza MIT CVCL Face Database, ktorá obsahuje pozitívne a negatívne 
vzorky tvári (Obrázok 4.1). 
 Sada SmallCVCL – výber z CVCL a pozostáva z tvárí od 15 osôb. Od kažej osoby máme 
3 obrazy. Celkom obsahuje 45 obrazov tvárí.
 Sada ORL – táto kolekcia bola vytvorená z obrazov tvári z databázy The ORL face 
database. Celkom obsahuje fotografie tvárí od 40 osôb a každá osoba má 2-8 uložených 
vzorov svojej tváre. Celkom kolekcia obsahuje 400 tvárí.
 Sada GT – sada bola vytvorená z databázy Georgia Tech face database. Obsahuje tváre od 
40 rôznych obrazy tvárí. Každý subjekt pozostáva z 5 tvárí. Celkový počet fotografií je 
200.
Obrázok 4.1: Ukážka face a non-face vzorkov.
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5 Testovanie
Navrhnutá aplikácia pre detekciu a identifikáciu tváre bola v rámci praktickej časti práce 
implementovaná v programovacom jazyku C/C++ pod 32-bit. operačným systémom Windows 8 Pro. 
Aplikácia bola otestovaná na stroji s Intel Core2 Duo CPU 2.00GHz. 
Ako prvé sme otestovali detekčné a identifikačné metódy zvlášť. Na základe výsledkov sme 
potom vybrali najlepšie metódy a vytvorili kompletnú aplikáciu.
5.1 Testovacie sady
Pre testovanie jednotlivých metód sme vytvorili testovacie sady z existujúcich databáz. Pri vytváraní 
testovacích sad sme použili vzorky, ktoré neboli použité v rámci trénovania algoritmov. Vytvorili 
sme tieto sady (viz kapitola 2.10):
 Sada Calltech – testovacia sada bola vytvorená z databázy Faces 1999 (Front)  a obsahuje 
450 fotografií osôb na rôznom pozadí v upravenom rozlíšení 896x592 pixelov. 
 Sada ORL – táto kolekcia bola vytvorená z obrazov tvári z databázy The ORL face database. 
Celkom obsahuje fotografie tvárí od 40 osôb a každá osoba má 2 uložených vzorov svojej 
tváre. Celkom kolekcia obsahuje 80 tvárí.
 Sada SmallCVCL – výber z CVCL a pozostáva z tvárí od 15 osôb. 
 Sada SmallCaltech – bola vytvorená z databázy Faces 1999 (Front) a pozostáva z tvárí od 26 
osôb. Od každej osoby máme 5 vzorkov. Čiže celkom kolekcia obsahuje 130 tvárí.
 Sada GT – sada bola vytvorená z databázy Georgia Tech face database. Pozostáva zo 72 
rôznych obrazov tvárí.
5.2 Testovanie detekcie
V rámci detekcie sme implementovali Viola&Jones detektor a SVM detektor. V testoch sa pokúsime 
optimalizovať ich jednotlivé parametre, aby tieto metódy dosahovali čo najlepšie výsledky. Celé 
testovanie prebiehalo na testovacej sade SmallCaltech (Kapitola 5.1). 
5.2.1 Optimalizovanie parametrov Violy&Jones detektoru
V tejto časti sme testovali rôzne kombinácie nastavenia parametrov. Pre testovanie klasifikátoru sme 
využili už natrénovaný klasifikátor haarcascade_frontalface_alt.xml, ktorý bol vytvorený v rámci 
OpenCV.  Testovali sme optimalizáciu jednotlivých parametrov, ktoré sme definovali následovne:
 N – minimálny počet susedov kandidátnej oblasti
 min_w – minimálna hodnota šírky tváre
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 min_h – minimálna hodnota výšky tváre
 s – parameter definuje redukciu veľkosti obrazu v nájdených rámcoch
V prvých troch testoch sa pozrieme na optimalizovanie parametru N a jeho najlepšie 
dosiahnuté výsledky  je možné vyčítať z nasledujúcich tabuliek (Tabuľka 5.1, Tabuľa 5.2, Tabuľka 
5.3). 
Tabuľka 5.1: Výsledky úspešnosti detekcie pre N=3, min_w=10, min_h=10, s=1.1.
Tabuľka 5.2: Výsledky úspešnosti detekcie pre N=4, min_w=10, min_h=10, s=1.1.
Tabuľka 5.3: Výsledky úspešnosti detekcie pre N=5, min_w=10, min_h=10, s=1.1.
Ako je možné vidieť tento parameter ovplyvňuje úspešnosť a rýchlosť detekcie. Najlepšie výsledky 
boli vykazované  s hodnotami 4 a 5. 
V ďalších tabuľkách (Tabuľka 5.4, Tabuľka 5.5) sú popísané najzaujímavejšie výsledky 
optimalizovania parametrov min_w a min_h, ktoré definujú minimálne veľkosti rozmerov tvárí. 
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N min_w min_h s
Hodnota 3 10 10 1,1
129
2
Nenájdených tvárí 1
Priemerný čas detekcie
Správne detekovaných tvárí
Nesprávne detekovaných tvárí
385,94ms
N min_w min_h s
Hodnota 4 10 10 1,1
129
1
Nenájdených tvárí 1
Priemerný čas detekcie
Správne detekovaných tvárí
Nesprávne detekovaných tvárí
216,95ms
N min_w min_h s
Hodnota 5 10 10 1,1
129
1
Nenájdených tvárí 1
Priemerný čas detekcie
Správne detekovaných tvárí
Nesprávne detekovaných tvárí
254,32ms
Tabuľka 5.4: Výsledky úspešnosti detekcie pre  N=5, min_w=40, min_h=40, s=1.1.
Tabuľka 5.5: Výsledky úspešnosti detekcie pre N=5, min_w=70, min_h=70, s=1.1.
Ako vidíme z tabuľky (Tabuľka 5.4) pri nastavené min_w = 40, min_h = 40 sme dosiahli úspešnosť 
detekcie až 99,23% a zároveň sme minimalizovali počet nesprávne detekovaných tvárí na nulu.
V poslednej tabuľke (Tabuľka 5.6) môžeme vidieť vplyv na detekciu s nastavením parametra 
s = 1.2.
Tabuľka 5.6: Výsledky úspešnosti detekcie pre N=5, min_w=70, min_h=70, s=1.2.
5.2.2 Optimalizovanie parametrov SVM detektoru
Cieľom tohto testovania bolo nájsť optimálne hranice prahov pre segmentáciu na základe farby 
ľudskej pokožky v farebnom HSV modely. Nájdené kandidátne oblasti sú klasifikované SVM 
klasifikačným algoritmom. Trénovanie tohto klasifikátoru prebehlo na trénovacej sade CVCL 
(Kapitola 4.2).
Pre každý testovací vzor sme postupne menili jeho hodnoty dolné hranice a horné hranice 
hodnôt H, S a V. V tabuľke (Tabuľka 5.7) obsahuje najlepšie dosiahnuté výsledky v závislosti 
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N min_w min_h s
Hodnota 5 40 40 1,1
129
0
Nenájdených tvárí 1
Priemerný čas detekcie
Správne detekovaných tvárí
Nesprávne detekovaných tvárí
101,83ms
N min_w min_h s
Hodnota 5 70 70 1,1
127
0
Nenájdených tvárí 3
Priemerný čas detekcie
Správne detekovaných tvárí
Nesprávne detekovaných tvárí
53,29ms
N min_w min_h s
Hodnota 5 40 40 1,2
Správne detekovaných tvárí 128
Nesprávne detekovaných tvárí 0
Nenájdených tvárí 2
Priemerný čas detekcie 96,46ms
s nastavením parametrov prahových hodnôt. Testovacia sada obsahovala fotografie s rôznorodým 
osvetlením.
Tabuľka 5.7: Výsledky úspešnosti detekcie s nastavenými hranicami prahov.
5.2.3 Porovnanie úspešnosti metód detekcie
V tabuľke (Tabuľka 5.8) sú zhrnuté výsledky metód detekcie Viola&Jones a SVM. Viac úspešná 
metóda bola od Violy&Jones. Ako vidíme, rozdiel úspešnosti oboch algoritmov je celkom 30,77%. 
Tento výsledok ovplyvnila hlavne variabilita použitia osvetlenia v testovacích obrázkov, na ktorom je 
použitá SVM metóda závislá.
Tabuľka 5.8: Zhrnutie najlepších výsledkov detektorov.
5.3 Testovanie identifikácie
V tejto časti sa pozrieme na testovanie implementovaných metód identifikácie PCA a LDA a 
zhrnieme si ich výsledky.
5.3.1 Úspešnost klasifikátorov v závislosti od počtu trénovacích 
obrázkov na subjekt  
Testovanie prebiehalo na testovanej množine ORL v rôznom rozlíšení vstupných obrazov. Pri 
vyhodnotení testov sme sledovali úspešnosť metód v závislosti od počtu obrázkov na subjekt v rámci 
trénovania ich klasifikátorov. 
Na obrázku (Obrázok 5.1) vidíme výsledky úspešnosti klasifikátorov pri testovacích vstupoch 
v rozlíšení 19x19 pixelov. Postupne sme klasifikátory testovali s počtom 2, 4, 6, 8 tvári na jeden 
subjekt.
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min_H min_S min_V max_H max_S max_V
Hodnota 0 10 60 20 40 240
89
16
Nenájdených tvárí 41
Priemerný čas detekcie
Správne detekovaných tvárí
Nesprávne detekovaných tvárí
649,79ms
Detektor Priemerný čas detekcie Úspešnosť
vzorku [ms] [%]
Viola&Jones 101,83 99,23
SVM 649,79 68,46
Obrázok 5.1: Úspešnosť metód PCA a LDA so vstupmi v rozlíšení 19x19 pixelov.
Úplne najlepšej úspešnosti identifikácie 98,75 percent dosiahla metóda PCA pri počte 8 
trénovaných tvárí na jeden subjekt a metóda LDA úspešnosti 83,75 percent pri počte 6 tvárí na 
subjekt. Ako môžeme vyčítať z obrázku (Obrázok 5.1) u metódy LDA môže dojsť k preučeniu 
klasifikátora. 
5.4 Testovanie výslednej aplikácie
Na základe predošlých výsledkov úspešnosti jednotlivých metód sme vytvorili aplikáciu. Pre časť 
detekcie bola vybraná metóda od Violy&Jones a v rámci idetifikačného procesu metóda PCA. 
Kompletná aplikácia bola otestovaná na niekoľkých testovacích sadách. Výsledky testovania   
sú znázornené v nasledujúcej tabuľke (Tabuľka 5.9).
Tabuľka 5.9: Úspešnosť aplikácie na rôznych databázach.
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5.5 Zhodnotenie výsledkov
Ako prvé sme sa pozreli na implementované metódy pre detekciu tváre. Skúsili sme čo najlepšie 
optimalizovať ich parametre, ktoré majú vplyv na ich úspešnosť. Lepšie výsledky dosiahol detektor 
od Violy&Jones, ktorého úspešnosť detekcie bola 99 percent. Na úspešnosť detektoru SVM vplývala 
hlavne kvalita osvetlenia testovacích fotografií, ktoré bolo veľmi rôznorodé. Z toho dôvodu bolo 
náročné optimalizovať jednotlivé prahy pre extrakciu farby pokožky a dosiahol len 68 percentnej 
úspešnosti.
V ďalšej časti sme otestovali metódy PCA a LDA pre identifikáciu osoby na fotografii. 
Najlepšie dopadla metóda PCA, keď sme použili pre natrénovanie 8 obrazov tvárí pre každú osobu. 
Naopak najhoršie výsledky dosiahla metóda LDA práve pri tom istom počte obrazov na subjekt a to 
len 43 percentnej úspešnosti správnej identifikácie. Na tento výsledok mohla vplývať vlastnosť 
preučenia algoritmu.
Na základe zhodnotení testov sme vybrali najlepšiu kombináciu metód a otestovali sme ich 
úspešnosti na dvoch databázach. Lepšie dopadla aplikácia na testovacej sade Calltech, kde 
z celkového počtu 316  tvárí správne našla a priradila správnu identitu približne 71 percent. Horšie 
výsledky dosiahla na testovacej sade GT, kde správne priradila identitu len 52 percent testovaným 
tváram z celkového počtu. Problém bol hlavne v natrénovaní klasifikačného algoritmu, kvôli rôznym 
polohám a natočeniu hlavy v trénovanej a testovacej sade. 
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6 Záver
V tejto práci som sa venovala problematike detekcie a identifikácie tvárí na fotografiách. Existuje  
celá rada možných riešení tohoto problému. 
V  teoretickom  rozbore  som  sa  snažila  pojmúť  túto  tému  čo  najkomplexnejšie  a spraviť 
obecný prehľad o dostupných riešeniach. Následne na základe toho som vybrala metódy, ktoré boli  
použité  v  návrhu  a  implementácii  aplikácii  pre  detekciu  a  identifikáciu  tváre  na  fotografii.  Pre  
detekcie  tváre  boli  použité  techniky  od  Violy&Jones,  ktorý  používajú  kombináciu  extrahovania 
Haarových  príznakov  s  klasifikačným  algoritmom  Adaboost  a  ako  druhé  riešenie  bola  metóda 
extrahovania  farby  pokožky  tváre  spojením  klasifikačného  algoritmu  SVM.  V  rámci  procesu 
indentifikácie boli implementované metódy PCA a LDA. 
Počas testovania detekcie dosiahla najvyššiu úspešnosť metóda od Violy&Jones, ktorá bola 
pri 130 testovaných tvári na fotografii 99 percent. Úspešnosť identifikácie dopadla najlepšie metódou 
PCA, ktorá správne označila identitu na 98 percentách tvárí. Z výsledkov je tiež zrejmé, že na 
úspešnosť jednotlivých metód vplýva aj kvalita vstupných dát. Pri použití fotografií s väčšou 
variabilitou scény klesla úspešnosť niektorých metód až o 46 percent. Riešenie tohto problému 
a lepšiemu optimalizovaniu metód v závislosti na variabilite dát by som videla ako jedno z možných 
rozšírení tejto práce.
Ako ďalšie rozšírenie by mohlo byť pridanie viacerých metód pre detekciu a identifikáciu 
a tým vytvoriť rozsiahlejšiu aplikáciu pre testovanie metód. Takáto aplikácia by mohla slúžiť pre 
demonštráciu výhod a nevýhod jednotlivých klasifikátorov, alebo pre ľahšiu orientáciu pri výbere 
vhodnej metódy pri rôznych svetelných podmienkach, kvalite fotografií, či uhle natočenia tváre.
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Príloha A. Ukážky výstupu aplikácie 
Obrázok A.1: Ukážka správne detekovanej tváre.
Obrázok A.2: Ukážka nesprávne detekovanej tváre.
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Príloha A. Obsah CD
• bin – vlastná aplikácia s potrebnými knižnicami spustiteľná pod  systémom Windows
• src – zdrojové súbory aplikácie 
• output – výstupy testovania aplikácie 
• input – vstupné dáta 
• technicka_sprava.pdf
• README – popis spustenia aplikácie
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