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In de praktijk blijkt requirements management vandaag de dag nog steeds een uitdaging. Projecten 
leveren bijvoorbeeld niet op wat gevraagd is en waarom bepaalde zaken ontwikkeld worden is 
onduidelijk. Daarnaast is er een onbeheersbare stroom aan wijzigingen en leveren projecten te laat 
op. Helaas wordt de nut van het investeren in requirements traceability niet duidelijk in het begin van 
projecten maar meer in verdere fasen. 
 
Dit empirisch onderzoek richt zich op het ICT-services domein van ProRail en dan specifiek op het 
gebied van ontwikkeling en beheer van applicatieve oplossingen. ICT-services is het domein van 
waaruit alle denkbare ICT dienstverlening, die een organisatie als ProRail ondersteunt, geleverd 
wordt. Bij verkenning van het domein is gebleken dat de projecten die er spelen nogal variëren in 
aanpak en dat de wijze waarop requirements management en in het bijzonder requirements 
traceability wordt toegepast uiteenloopt. Het blijkt dat er soms wel een standaard wordt toegepast voor 
documentatie en requirements management en soms niet. De standaard die soms toegepast wordt is 
de Military Standard 498. Regelmatig is er discussie over het product dat door het project opgeleverd 
wordt. Daarbij kan het gaan om requirements waarin in zijn geheel niet is voorzien of om wijzigingen 
waar niet alle belanghebbenden (stakeholders) zich in kunnen vinden. Dit leidt tot situaties waarbij 
extra kosten worden gemaakt om alsnog aan requirements te voldoen. Of tot projecten die uitlopen en 
dus extra kosten met zich mee brengen. Maar ook producten die uiteindelijk maar ten dele worden 
benut. In sommige gevallen leidt dit weer tot een nieuw project om alsnog het gewenste resultaat te 
realiseren. 
 
Dit onderzoek zal zich richten op de wijze waarop requirements traceability wordt gerealiseerd. Zowel 
in de theorie, de documentatie standaard Military Standard 498 en in de praktijk. Het doel is om inzicht 
te krijgen in de wijze waarop requirements traceability het best kan worden ingericht.  
 
Dit inzicht wordt verkregen door antwoord te geven op de volgende onderzoeksvraag: 
 
Wat zijn de verschillen tussen de conceptuele modellen van 
requirements traceability in theorie, in de Military Standard 498 en in de 
praktijk en hoe kan traceability het best ingericht worden? 
 
Er is een kwalitatief onderzoek uitgevoerd. Het onderzoek verkent de literatuur op gebied van 
requirements traceability, de Military Standard 498 en geeft in een conceptueel model weer op welke 
wijze requirements traceability in de Military Standard 498 wordt toegepast. Vervolgens wordt de 
requirements traceability getoetst aan een vijftal ICT projecten in de praktijk. Met behulp van 
conceptuele modellen zal inzichtelijk gemaakt worden wat de verschillen zijn tussen de theorie, 
Military Standard 498 en de praktijk. Met een conceptueel model bedoelen we een grafische 
weergave waarin alle relevante elementen (concepten) en hun relaties worden weergegeven. De 
verwachting is dat de resultaten kunnen bijdragen aan inzicht in de wijze waarop requirements 
traceability het best gerealiseerd kan worden. Het onderzoek bevat dan ook conclusies en 
aanbevelingen op dit gebied. 
 
Aan requirements management worden in de theorie en de praktijk nogal eens verschillende 
betekenissen gegeven. Het lijkt daarom wenselijk om helderheid te verkrijgen over wat we onder 
requirements management verstaan. Op basis van beschrijvingen in de literatuur hebben we kunnen 
vaststellen dat onderzoekers er over de inhoud van requirements management verschillende 
opvattingen op na houden. Het verschil zit hem hoofdzakelijk in welke processtappen of activiteiten 
men onder requirements management schaart. Er zijn onderzoekers die de definitie van requirements 
management beschrijven als: ‘requirements management is het verzamelen, identificeren, 
onderhouden, analyseren, traceren en het managen van de wijzigingen op de requirements’. Anderen  
scharen activiteiten als het verzamelen, identificeren onder requirements development en noemen als 
requirements management activiteiten alleen de traceerbaarheid en het managen van wijzigingen.   
 
Dit onderzoek hanteert de definitie: ‘The goal of requirements management is to capture, store, 
disseminate, and manage information. Requirements management includes all activities concerned 
with change & version control, requirements tracing, and requirements status tracking’. Deze definitie 
geeft bondig een opsomming van de activiteiten, die in vrijwel elke definitie in ieder geval genoemd 
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worden. Voor deze definitie is gekozen omdat dit afstudeeronderzoek het begrip requirements 
management slechts verkent en zich richt op requirements traceability bij projecten in de theorie, 
praktijk en requirements traceability in een software ontwikkel- en documentatie standaard. Het 
onderzoek heeft niet als doel om tot een nieuwe definitie van requirements management te komen 
dan wel dit gebied te onderzoeken. 
 
Requirements hebben hun oorsprong maar maken gedurende de ontwikkeling van een systeem ook 
een ontwikkeling door. Requirements traceability maakt het mogelijk om de oorsprong en ontwikkeling 
te herleiden en te beschrijven. Dit is belangrijk om requirements te begrijpen en om te verifiëren dat 
aan alle requirements is voldaan. Ook kan requirements traceability informatie geven over de 
rechtvaardiging, belangrijke besluiten en aannames die ten grondslag liggen aan de requirements. Uit 
diverse onderzoeken in de literatuur blijkt het nut en de noodzaak van requirements traceability. 
Requirements traceability is een belangrijk mechanisme om kwaliteit te waarborgen en het biedt 
ondersteuning bij de continue wijzigingen waaraan requirements onderhevig zijn. Ook is het belang 
van requirements traceability erkend in standaarden als ISO/IEC 12207 en IEEE Standard 830-1998. 
Met behulp van requirements traceabilty kunnen de problemen zoals producten die niet voldoen of 
wijzigingen waar niet elke belanghebbende baat bij heeft voorkomen worden. 
 
Dit onderzoek hanteert als definitie van requirements traceability “refers to the ability to describe and 
follow the life of a requirement, in both a forwards and backwards direction (i.e., from its origins, 
through its development and specification, to its subsequent deployment and use, and through all 
periods of on-going refinement and iteration in any of these phases).". Voor deze definitie is gekozen 
omdat dit afstudeeronderzoek zich richt op requirements traceability bij projecten in de theorie, praktijk 
en requirements traceability in een software ontwikkel en documentatiestandaard. Het onderzoek 
heeft niet als doel om tot een nieuwe definitie van traceability te komen dan wel dit gebied te 
onderzoeken. 
 
Op basis van het literatuur onderzoek naar requirements traceability is een conceptueel model 
gekozen wat als uitgangspunt gehanteerd wordt voor de minimale inrichting van requirements 
traceability. 
 
De Military Standard 498 is een software ontwikkel- en documentatie standaard. De standaard is 
ontstaan uit het samenvoegen van de standaarden Department of Defense Standard 2167A en 
Department of Defense Standard 7935A met een aantal verbeteringen. Één van de voornaamste 
hiervan is de verbeterde comptabiliteit met incrementele en evolutionaire standaarden. De standaard 
beschrijft het ontwikkel proces en alle bijbehorende documentatie. Het omvat 22 Data Item 
Descriptions die beschrijven wat ieder document in dit proces moet bevatten.  
 
De Military Standard 489 besteedt aandacht aan het borgen van requirements traceabiliy. De 
standaard legt nadrukkelijk de verantwoordelijkheid voor requirements traceability mede bij de 
ontwikkelaar. Niet alleen met betrekking tot specificatie en ontwerp maar ook voor testcases, CSCI 
requirements, system requirements, CSCI source files and software units. De standaard vereist ten 
behoeven van requirements traceability; identificatie voor requirements en dat alle relevante items 
opgenomen worden in de daartoe bestemde secties van de documentatie. De standaard benoemt dit 
in het algemeen, maar ook expliciet voor de onderdelen:  
o System/Subsystem specification (SSS) 
o System/Subsystem Design Description (SSDD) 
o Software Requirements Specification (SRS) 
o Interface Requirements Specification (IRS) 
o Software Design Description (SDD) 
o Interface Design Description (IDD) 
o Database Design Describtion (DBDD) 
 
Op basis van het bestuderen van de Military Standard 498 en de elementen die het biedt om 
requirements traceability in te richten is een conceptueel model opgesteld. Dit model is een weergave 
van de objecten die een rol spelen bij het inrichten van requirements traceability en de relaties 
hiertussen. 
 
Uit de praktijk zijn de documenten van vijf projecten geanalyseerd op de requirements traceability. Dit 
zijn zowel projecten die met een standaard werken als projecten die geen standaard hebben 
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gehanteerd op het gebied van requirements management. Per project is een tweetal requirements 
getraceerd om zo zichtbaar te maken in welke mate requirements traceability in een project 
gerealiseerd is. Op basis van de resultaten uit het literatuuronderzoek en empirisch onderzoek is een 
vergelijking gemaakt ten aanzien van de mate van requirements traceability. Daarbij is ook gekeken 
naar het verschil tussen de realisatie van requirements traceability in de literatuur en in de Military 
Standard 498. Het blijkt dat deze allebei sterk overeenkomen in mate van requirements traceabililty en 
de wijze waarop dit gerealiseerd wordt. 
 
Uit de analyse van projecten blijkt dat er een behoorlijk verschil is tussen de mate van requirements 
traceability die gerealiseerd is in projecten die de Military Standard 498 volledig hebben toegepast, 
projecten die de standaard alleen ‘in naam’ hebben toegepast en projecten die geen standaard 
hebben toegepast. Met in ‘naam’ toegepast bedoelen we niet volledig uitgevoerd volgens de richtlijnen 
van de standaard. 
 
Met behulp van het inzicht in de wijze waarop de literatuur requirements traceability realiseert en hoe 
de Military Standard 498 dit doet kunnen we komen tot de volgende conclusie.  
 
Daar waar de standaard wordt toegepast en de handvatten voor traceability worden ingevuld leidt dit 
zeker tot verbetering van requirements traceability in het project. Om requirements traceability te 
realiseren helpen de handvatten die de standaard biedt; zoals een unieke identificatie van 
requirements en het opstellen van een traceability hoofdstuk of matrix. Dit onderzoek toont aan dat 
voor het goed inrichten van requirements traceabiliity, het onderkennen van elementen als 
requirements, systemen- en subsytemen, externe systemen, test- en verificatieprocedures essentieel 
zijn. Daarbij is het vooral van belang dat ook de relaties tussen deze elementen onderkend worden en 
het feit dat requirements in al deze elementen terugkeren. Pas als dit erkend is en ook bij het 
managen van de requirements hiermee rekening gehouden wordt, kan traceability gerealiseerd 
worden. 
 
Dit onderzoek levert hiermee in zijn algemeenheid een bijdrage aan het inzicht in de wijze waarop 
requirements traceability tot stand komt en de verschillen hierin tussen theorie en praktijk. Voor de 












1 Inleiding 10 
1.1 Aanleiding 10 
1.2 Doelstelling 10 
1.3 Probleemstelling 10 
1.4 Onderzoeksvraag 11 
1.5 Deelvragen literatuurstudie 11 
1.6 Onderzoeksstrategie 11 
1.7 Deelvragen empirisch onderzoek 12 
1.8 Onderzoeksmodel 12 
1.9 Leeswijzer 13 
2 Theoretisch kader 14 
2.1 Requirements management 14 
2.1.1 Definitie 14 
2.1.2 Conclusie deelvraag 1 15 
2.2 Requirements Traceability 15 
2.2.1 Definitie requirements traceability 15 
2.2.2 Referentie model requirements traceability 16 
2.2.3 Conclusie deelvraag 2 18 
2.3 Software ontwikkeling en documentatie standaarden 19 
3 Military Standard 49820 
3.1 Requirements traceability Military Standard 498 24 
3.2 Data Item Descriptions in relatie tot de standaard 24 
3.3 Conclusie deelvraag 3 26 
4 Analyse van requirements traceability in projecten 29 
4.1 Project en domein ASTRIS 30 
4.1.1 Requirements structuur ASTRIS 30 
4.1.2 Requirements tracebility project ASTRIS 30 
4.2 Resultaten analyse project ASTRIS 37 
4.3 Project en domein BBMS 39 
4.3.1 Requirements structuur BBMS 39 
4.3.2 Requirements tracebility project BBMS 40 
4.4 Resultaten analyse project BBMS 42 
4.5 Project en domein SBG++ 42 
4.5.1 Requirements structuur SBG++ 44 
4.5.2 Requirements traceability SBG++ 44 
4.6 Resultaten analyse project SBG++ 46 
4.7 Project en domein Routelint 47 
7 
 
4.7.1 Requirements structuur Routelint 48 
4.7.2 Requirements traceability Routelint 48 
System/Subsystem Specification 51 
System/Subsystem Design Description 51 
4.8 Resultaten analayse project Routelint 53 
4.9 Project en domein RRCB 55 
4.9.1 Requirements structuur RRCB 56 
4.9.2 Requirements traceability RRCB 56 
4.10 Resultaten analyse project RRCB 60 
4.11 Resultaten analyse 61 
5 Conclusie en aanbevelingen 66 
5.1 Vervolg onderzoek. 67 
5.2 Aanbevelingen 67 
Bibliografie 68 
Bijlage I ASTRIS Requirements 70 
System/Subsystem Specification – ASTRIS 70 
System/Subsystem Design Description 72 
SRS beveiligingscomponent 73 
Bijlage II BBMS Requirements 76 
BBMS Functioneel Ontwerp 91 
Bijlage III Requirements SBG++ 94 
Operational Concept Description 94 
Software Requirements Specification 94 
Interface Requirements Specification 96 
Bijlage IV Requirements Routelint 98 
Operational Concept Description 98 
System/Subsystem Specification 98 
Software Requirements Specification 99 
System/Subsystem Design Description 100 
Bijlage V Requirements RRCB 101 
Use Cases RRCB 102 
System/Subsystem Specification 103 





Figuur 1 "Onderzoeksmodel afstudeeronderzoek" ................................................................................ 13 
Figuur 2 Traceability meta model. Bron: Ramesh, B en M. Jarke (2001) ............................................. 17 
Figuur 3 Low End traceability model. Bron: Ramesh, B en Jarke (2001) ............................................. 18 
Figuur 4 Military Standard 498 Data Item Descriptions. Bron: Norma A. Stopyra, (1996). ................... 20 
Figuur 5 Key features of three DOD program strategies. Bron: Military Standard 498, 
http://www.everyspec.com ..................................................................................................................... 21 
Figuur 6 Weergave ontwikkel proces Military Standard 498. Bron: Abelia.com ................................... 23 
Figuur 7 'Military Standard 498  Software Development Activities'. Bron: Military Standard 498, 
http://www.everyspec.com ..................................................................................................................... 25 
Figuur 8 'Military Standard 498 Data requirements'. Bron: Military Standard 498, 
http://www.everyspec.com ..................................................................................................................... 26 
Figuur 9 'Conceptueel model Requirements Traceability Military Standard 498' .................................. 27 
Figuur 10 'Overzicht van projecten, toepassing Military Standard 498 en getraceerde requirements'. 29 
Figuur 11 'Schematische weergave traceability relaties ASTRIS systeemeisen'. Bron: ASTRIS-
traceabilitymatrix. ................................................................................................................................... 31 
Figuur 12 'Relaties ASTRIS systeemeisen'. Bron: ASTRIS-traceabilitymatrix. ..................................... 31 
Figuur 13 'Inleiding en uitleg traceability matrix' Bron: ASTRIS-traceabilitymatrix. ............................... 32 
Figuur 14 ‘Traceability systeem eisen’. Bron: ASTRIS-traceabilitymatrix. ............................................ 33 
Figuur 15 Systeemeis ASTRIS-UC-VHR uit System/Subsystem Specification'. Bron: ASTRIS 
System/Subsystem Specification. ......................................................................................................... 33 
Figuur 16 Testcase 'ASTRIS-TG-VHR'. Bron: ASTRISS-STD-KT. ....................................................... 34 
Figuur 17 ‘Software eis EMC-IF-09'. Bron: ASTRIS-ELEMENTCOMP-SRS. ....................................... 34 
Figuur 18 'Software eis EMC-FUNC-004'. Bron: ASTRIS-ELEMENTCOMP-SRS. .............................. 35 
Figuur 19 'Software eis EC-DATA-07'. Bron: ASTRIS-ELEMENTCOMP-SRS. ................................... 35 
Figuur 20 ‘Traceability component eisen naar testdocumentatie’. Bron: ASTRIS-Traceabilitymatrix. .. 35 
Figuur 21 'Testgeval EMC-TG-PARC'. Bron: ASTRIS-ELEMENTCOMP-STD. ................................... 35 
Figuur 22 'Component requirements relatie met ontwerp'. Bron: Traceabilitymatrix project ASTRIS. . 36 
Figuur 23 'Component element service in SDD'. Bron: SDD  project ASTRIS. .................................... 36 
Figuur 24 'Systeem eis ASTRIS-ROBU-6 & gerelateerde Interface eis I-BEH-ALGEMEEN-ROBUUST-
2'. Bron: ASTRIS-traceabilitymatrix & ASTRIS_NXA-BEHEER-IRS ..................................................... 37 
Figuur 25 'Traceability model project ASTRIS. ..................................................................................... 38 
Figuur 26 'Requirements structuur BBMS'. Bron: .................................................................................. 39 
Figuur 27 'Pakket van eisen BBMS'. Bron: PvE 1.0 BBMS. .................................................................. 40 
Figuur 28 'Functioneel ontwerp BBMS'. Bron: FO dekkingslagen BBMS. ............................................ 41 
Figuur 29 'BBMS requirement GIS Viewer'. Bron: PvE 1.0 BBMS. ....................................................... 41 
Figuur 30 'BBMS functioneel ontwerp GIS Viewer'. Bron: Functionele Specificatie gisviewer 1.9 ....... 42 
Figuur 31 'Traceability model project BBMS'. ........................................................................................ 42 
Figuur 32 'SBG+++ relaties buitenwereld'. Bron: SRS SBG++ 2.0 g57. ............................................... 43 
Figuur 33 'Voorbeeld Software Requirements Specificatie wijze van User Stories Identificatie' Bron: 
SRS SBG++........................................................................................................................................... 45 
Figuur 34 'Voorbeeld identificatie User Stories in SRS en requirements in IRS'. Bron: SRS & IRS 
SBG++. .................................................................................................................................................. 46 
Figuur 35 'Traceability model project SBG++'. ...................................................................................... 47 
Figuur 36 'Traceability System Requirements & Software Requirements Routelint. Bron:  OOGST-
SSS-040.pdf & OOGST-DST-SRS-030-renvooi.pdf Routelint. ............................................................. 49 
Figuur 37 'Requirement RMR.CD.2 gerelateerd aan Software CI'. Bron: Routelint SSDD................... 49 
Figuur 38 'Requirement RMR.CD.2 gerelateerd aan Interface Requirements'. Bron: IRS project 
Routelint ................................................................................................................................................. 50 
Figuur 39 "Requirements Specificatie Routelint". Bron: SRS project routelint. ..................................... 50 
Figuur 40 "Traceability tabel SRS Routelint" Bron: SRS project routelint. ............................................ 51 
Figuur 41 "Aan Software Requirements Specificatie gerelateerd eis". Bron: SSS project Routelint. ... 51 
Figuur 42 "Ontwerp SSDD gerelateerd aan requirement EI.GEBR.1”. Bron: SSDD project Routelint. 51 
Figuur 43 "Traceability in SSDD gerelateerd aan eis EI.GEBR.1". Bron: SSDD project Routelint. ...... 52 
Figuur 44 'Eis EI.GEBR.1' gerelateerd aan testgevallen. Bron: OOGST-P210-DST-OFE-STD-IT ...... 52 
Figuur 45 'Testgeval gerelateerd aan EI.GEBR.1'. Bron: OOGST-P210-DST-OFE-STD-IT ................ 53 
Figuur 46 'Traceability model project Routelint'. .................................................................................... 54 
Figuur 47 "Regelkring PGO-contract". Bron: Project Start Architectuur RRCB. ................................... 55 
Figuur 48 'High level requirement RRCB'. Bron: High Level Requirements RRCB versie 13 okt. ....... 56 
Figuur 49 'Use Case model RRCB' Bron: UseCasemodel en Business Requirements RRCB. ........... 57 
Figuur 50 'Requirement in SSS' Bron: RRCB SSS 1.0 ......................................................................... 58 
9 
 
Figuur 51 'High Level Requirement 14 RRCB'. Bron: High Level Requirements RRCB. ..................... 58 
Figuur 52 'Use Case 9 RRCB'. Bron: Use Case model en Business Requirements RRCB. ................ 58 
Figuur 53 'Interface eisen RRCB'. Bron: IRS RRCB. ............................................................................ 59 
Figuur 54 'Stakeholders Use Cases project RRCB’. Bron: Key users RRCB per usecase.docx .......... 60 
Figuur 55 'Conceptueel model requirements traceability RRCB'. ......................................................... 61 
Figuur 56 'Vergelijking traceability objecten theorie, Military Standard 498 en projecten' .................... 62 
Figuur 57 'Vergelijking traceability relaties theorie, Military Standard 498 en projecten'. ..................... 63 
Figuur 58 ‘Productboom ASTRIS’. Bron: SSS project ASTRIS. ........................................................... 70 
Figuur 59 ‘Systeem context’. Bron: ASTRIS-SSS. ................................................................................ 70 
Figuur 60 ‘Use case thema’. Bron: ASTRIS-SSS. ................................................................................. 71 
Figuur 61 ‘Domeinmodel’. Bron: ASTRIS-SSDD................................................................................... 73 
Figuur 62 'Service operatie 'VerhinderRijwegElement'. Bron: ASTRIS-SRS. ....................................... 74 
Figuur 63 'Definitie verhinderRijwegElement'. Bron: ASTRIS-SRS. ..................................................... 74 
Figuur 64 'Uitwerking verhinderRijwegElement service request'.  Bron: STD project ASTRIS. ........... 75 
Figuur 65 "Voorbeeld Data Item Description Operational Concept Description" .................................. 98 
Figuur 66 "Operational Concept Description Routelint" ........................................................................ 98 
Figuur 67 'SSS Routelint voorbeeld Prefix' ........................................................................................... 99 
Figuur 68 'SRS Routelint' ...................................................................................................................... 99 
Figuur 69 "Ontwerpkeuze met referentie  naar SSS" .......................................................................... 100 
Figuur 70 "Architectuur ontwerp met verwijzing naar SSS .................................................................. 100 
Figuur 71 'Use Case Diagram RRCB' ................................................................................................. 102 
Figuur 72 'Voorbeeld Use Case project RRCB' ................................................................................... 103 
Figuur 73 'System/Subsystem Specification RRCB' ........................................................................... 104 





In dit hoofdstuk wordt aandacht besteed aan de aanleiding voor dit onderzoek. Vervolgens komen 
fundamentele onderdelen als de doelstelling, probleemstelling en onderzoeksvragen aan bod. 
Daaropvolgend  zal inzicht worden verschaft in de onderzoeksstrategie en het onderzoeksmodel.  Het 
hoofdstuk wordt afgesloten met een leeswijzer. 
 
1.1 Aanleiding 
Dit empirisch onderzoek richt zich op het ICT-services domein van ProRail en dan specifiek op het 
gebied van ontwikkeling en beheer van applicatieve oplossingen. ICT-services is het domein van 
waaruit alle denkbare ICT dienstverlening die een organisatie als ProRail ondersteunt, geleverd wordt.  
Bij verkenning van het domein is gebleken dat de projecten die er spelen nogal variëren in aanpak en 
dat de wijze waarop requirements management en in het bijzonder requirements traceability wordt 
toegepast uiteenloopt. Het blijkt dat er soms wel een standaard wordt toegepast voor documentatie en 
requirements management en soms niet. De standaard die soms toegepast wordt is de Military 
Standard 498. 
 
Gezien er zoveel verschil zit in de wijze waarop omgegaan wordt het vastleggen van requirements 
bestaat het vermoeden dat de requirements veelal niet traceerbaar zijn. De verwachting is echter wel 
dat requirements traceability beter is ingericht bij de projecten waarbij de Military Standard 498 wel is 
toegepast. Mede omdat uit de verkenning is gebleken dat er bij deze projecten meer requirements  
documentatie beschikbaar was. Het lijkt interessant om te onderzoeken wat de literatuur beschrijft 
over het inrichten van requirements traceability. Hoe de Military Standard 498 om gaat met 
requirements traceability en hoe projecten met en zonder Military Standard 498 uitgevoerd, hier in de 
praktijk mee omgaan. 
 
1.2 Doelstelling 
Dit onderzoek richt zich op requirements management en specifiek op requirements traceability. Er is 
in de literatuur al veel te lezen over deze onderwerpen. Het zijn complexe onderwerpen die van groot 
belang zijn bij het ontwikkelen van software. Dit onderzoek richt zich op de requirements traceability in 
de literatuur, in de Military Standard 498 en in de praktijk. Interessant is om te bekijken wat nu de 
verschillen zijn tussen de wijze waarop de literatuur beschrijft hoe requirements traceability 
gerealiseerd kan worden, hoe de Military Standard 498 requirements traceablility bereikt en hoe 
projecten in de praktijk daarmee omgaan. 
 
De verwachting is dat de resultaten kunnen bijdragen aan inzicht in de wijze waarop requirements 
traceability het beste gerealiseerd kan worden. 
 
1.3 Probleemstelling 
In de dagelijkse praktijk van de ICT ontstaan vaak nog problemen  omdat bijvoorbeeld niet goed is 
vastgelegd wat de requirements waren, hoe deze zijn ontstaan of aan welke wijzigingen de 
requirements onderhevig  waren. Het resultaat kan bijvoorbeeld zijn dat een product niet aan de 
verwachtingen voldoet, maar ook een project dat uitloopt omdat de impact van een wijziging niet was 
voorzien. 
 
In het onderzoeksdomein ICT Services van ProRail zijn de resultaten van projecten vaak wisselend. 
Er zit duidelijk veel verschil in aanpak per project op het gebied van requirements management en in 
het bijzonder requirements traceability.  Regelmatig ontstaat er discussie over het product dat door het 
project opgeleverd wordt. Daarbij kan het gaan om requirements waarin in zijn geheel niet is voorzien 
of om wijzigingen waar niet alle belanghebbenden (stakeholders) zich in kunnen vinden. Dit leidt tot 
situaties waarin extra kosten worden gemaakt om alsnog aan requirements te voldoen. Tot projecten 
die uitlopen en dus extra kosten met zich mee brengen. Maar ook producten die uiteindelijk maar ten 
dele worden benut. In sommige gevallen leidt dit dan weer tot een nieuw project om alsnog het 
gewenste resultaat te realiseren. 
 
Requirements hebben hun oorsprong, maar maken gedurende de ontwikkeling van een systeem ook 
een ontwikkeling door. Requirements traceability maakt het mogelijk om de oorsprong en ontwikkeling 
te herleiden en te beschrijven. Dit is belangrijk om requirements te begrijpen en om te verifiëren dat 
aan alle requirements is voldaan. Ook kan requirements traceability informatie geven over de 
rechtvaardiging, belangrijke besluiten en aannames die ten grondslag liggen aan de requirements. 
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(Ramesh, 2001). Hiermee kunnen de problemen zoals producten die niet voldoen of wijzigingen waar 
niet iedere belanghebbende baat bij heeft voorkomen worden. 
 
1.4 Onderzoeksvraag 
Dit onderzoek zal zich richten op de wijze waarop requirements traceability wordt gerealiseerd. Zowel 
in de theorie, de documentatie standaard Military Standard 498 als in de praktijk. Het doel is om 
inzicht te krijgen in de wijze waarop requirements traceability het beste ingericht kan worden.  
 
De onderzoeksvraag luidt dan ook als volgt: 
 
Wat zijn de verschillen tussen de conceptuele modellen van 
requirements traceability in theorie, in de Military Standard 498 en in de 
praktijk en hoe kan traceability het best ingericht worden? 
 
 
1.5 Deelvragen literatuurstudie 
Om antwoord te krijgen op deze onderzoeksvraag is het noodzakelijk dat we inzicht krijgen in het 
domein. Daarom is in de literatuurstudie de aandacht uitgegaan naar de volgende deelvragen. 
 
1)  Wat wordt verstaan onder requirements management? 
2)  Wat is requirements traceability? 





Er is een kwalitatief onderzoek uitgevoerd. Het onderzoek verkent de literatuur op gebied van 
requirements traceability, de Military Standard 498 en geeft in een conceptueel model weer op welke 
wijze requirements traceability in de Military Standard 498 wordt toegepast. Vervolgens wordt de 
requirements traceability getoetst aan ICT projecten in de praktijk. Met behulp van conceptuele 
modellen zal inzichtelijk gemaakt worden wat de verschillen zijn tussen de theorie, Military Standard 
498 en de praktijk. Met een conceptueel model bedoelen we een grafische weergave waarin alle 
relevante elementen (concepten) en hun relaties worden weergegeven.  
 
Op basis van deze conceptuele modellen wordt duidelijk hoe de requirements traceability wordt 
gerealiseerd. Hieruit kunnen een aantal conclusies worden getrokken die inzicht bieden hoe de 
Military Standard 498 met requirements traceability omgaat en hoe requirements traceability het beste 
gerealiseerd kan worden. 
 
Uit diverse onderzoeken in de literatuur blijkt het nut en de noodzaak van requirements traceability. 
Requirements traceability is een belangrijk mechanisme om kwaliteit te waarborgen en biedt 
ondersteuning bij de continue wijzigingen waaraan requirements onderhevig zijn (Gotel, 95) (Gotel & 
Finkelstein, 1994). Ook is het belang van requirements traceability erkend in standaarden als ISO/IEC 
12207 en IEEE Standard 830-1998. Daarom is eerst het gebied van requirements management en 
requirements traceability verkend. Vervolgens is de Military Standard 498 onderzocht en de wijze 
waarop de standaard omgaat met requirements traceabilty. De bevindingen zijn weergegeven in een 
conceptueel model. 
 
In het empirisch onderzoek wordt de requirements documentatie van een vijftal projecten 
geanalyseerd waarbij per project een tweetal requirements is getraceerd. Het aantal projecten en 
getraceerde requirements is gekozen uit praktische overwegingen als tijd en middelen. Er moet binnen 
afzienbare tijd een groot aantal documenten verzameld en bestudeerd worden. Wel is in het kader van 
betrouwbaarheid een minimum gesteld van twee projecten waarbij de Military Standard 498 toegepast 
werd en een tweetal waarbij dat niet het geval was. Hierbij is onderzocht in welke mate en op welke 
wijze traceability aanwezig is. Dit is gedaan door de project documentatie nauwgezet te bestuderen en 
daadwerkelijk traceability op specifieke requirements te toetsen. Dit door een tweetal requirements 
door middel van de project documentatie te traceren en te controleren of een requirement in het 
ontwerp ook terug te relateren is aan een requirement in de specificaties. Maar bijvoorbeeld ook door 
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te kijken of vastgelegd is welke andere requirements aan deze specifieke requirement gerelateerd zijn 
en of deze ook daadwerkelijk te herleiden waren.  
 
De twee requirements die per project getraceerd zijn, zijn steeksproefsgewijs gekozen. Dit is bewust 
gedaan. Door betrokkenen te raadplegen bij de keuze van de requirement is er sprake van mogelijke 
beïnvloeding door extra kennis. Requirements traceability heeft nu juist ten doel te realiseren dat ook 
iedereen zonder verregaande projectkennis de requirement kan traceren. Wel is bij de keuze voor de 
requirements als uitgangspunt de requirements specificatie gekozen. Er wordt tenslotte eerst 
gespecificeerd en pas dan ontworpen of getest. Ook is rekening gehouden met het feit dat een 
requirement bijvoorbeeld wel in een systeemontwerp terug kan komen maar niet in een interface 
ontwerp.  
 
Van de verschillende wijzes waarop een requirement traceerbaar was, is per project een conceptueel 
model van de traceerbaarheid opgesteld. Hierdoor wordt niet alleen inzichtelijk hoe en in welke mate 
de Military Standard 498 requirements traceability realiseert in ICT projecten. Maar ook hoe en in 
welke mate, projecten die deze standaard niet hebben gebruikt, requirements traceability realiseren. 
 
Op basis van deze resultaten wordt een vergelijking gemaakt tussen de conceptuele modellen en 
daarmee de traceerbaarheid van de requirements. 
 
1.7 Deelvragen empirisch onderzoek 
Om inzicht te krijgen in de wijze waarop projecten in de praktijk requirements traceability realiseren 
worden een vijftal projecten onderzocht waarvan een tweetal requirements wordt getraceerd. Dit zijn 
zowel projecten waarbij de Military Standard 498 is toegepast als projecten waarbij geen standaard is 
toegepast. Bij het onderzoeken van deze projecten zijn de volgende vragen beantwoord. 
 
1) In welke mate is requirements traceability aanwezig bij de projecten in het domein van ICT 
services? 
2) Hoe is requirements traceabliity ingericht in projecten waarbij geen standaard is toegepast? 




Door het bestuderen van wetenschappelijke literatuur op het gebied van requirements management  
ontstaat inzicht in requirements traceability en de ontwikkel- en documentatiestandaard Military 
Standard 498. De conclusies die hieruit getrokken worden, kunnen op empirische wijze in de praktijk 
getoetst worden. De bevindingen en resultaten uit dit onderzoek maken de verschillen inzichtelijk 
tussen traceability in theorie, de Military Standard 498 en de praktijk. Op basis hiervan kunnen 
conclusies worden getrokken ten aanzien van de bijdrage van een standaard als de Military Standard 
498 aan requirements traceability. 
 
In het conceptueel model in Figuur 1 wordt het e.e.a. als volgt weergegeven: 
 
A. Literatuuronderzoek op het gebied van requirements management, requirements traceability, 
de Military Standard 498 en de wijze waarop de standaard requirements traceability inricht. 
B. Conceptueel model welke inzicht geeft in de middelen waarmee de Military Standard 498 
requirements traceability realiseert. 
C. Empirisch onderzoek waarbij een vijftal projecten en per project een tweetal requirements 
worden getraceerd. Deze requirements zijn steekproefsgewijs geselecteerd.  
D. Conclusies op basis van het traceren van de requirements en het opstellen van een 
conceptueel model van de requirements traceability van het betreffende project. 




Figuur 1 "Onderzoeksmodel afstudeeronderzoek" 
 
1.9 Leeswijzer 
Dit verslag is opgebouwd uit vijf hoofdstukken. Het eerste hoofdstuk bevat de inleiding en besteedt 
aandacht aan de probleemstelling, onderzoeksvragen en de aanpak. Daarna zal het verslag de 
hoofdlijnen van het onderzoek volgen. Hoofdstuk 2 en 3 schetsen het theoretisch kader gevormd door 
de literatuurstudie en beantwoorden de deelvragen. Hoofdstuk 3 is daarbij specifiek gewijd aan de 
Military Standard 498 gezien het belang van deze standaard in het onderzoek. Hoofdstuk 4 geeft een 
beschrijving van het empirisch onderzoek waarbij een vijftal projecten uit de praktijk zijn geanalyseerd. 
Per project wordt in de eerste paragraaf een inleiding gegeven van het domein en type project. In de 
tweede paragraaf wordt op hoofdlijnen beschreven op welke wijze requirements in het project zijn 
vastgelegd. In de laatste paragraaf wordt het traceren van een tweetal requirements getoond. 
Hoofdstuk 5 gaat in op de resultaten van het onderzoek en de conclusies die hieruit getrokken kunnen 
worden. Het geeft een aanbeveling voor de praktijk en er worden suggesties gedaan voor 
vervolgonderzoek. In bijlage I worden voorbeelden van de verschillende requirements documentatie 
van project ASTRIS weergegeven, bijlage II toont een voorbeeld van het pakket van eisen ten aanzien 
van project BBMS, bijlage IV toont voorbeelden van de requirements documentatie van project 
Routelint en bijlage V toont de voorbeelden van de requirements documentatie van project RRCB.  
 
Dit verslag is geschreven voor een breed publiek: zowel geïnteresseerden uit het wetenschappelijk 
vakgebied als voor professionals uit het vakgebied van de informatie technologie (IT). 
 
Requirements traceability en de Military Standard 498 op zichzelf zijn niets nieuws. Echter het 
toepassen van requirements traceability is vandaag de dag nog steeds niet vanzelfsprekend in de IT  
Requirements management. Het realiseren van traceability is een complex en lastig proces. Software 
ontwikkeling resulteert in een niet-tastbaar product, waardoor het resultaat en de kwaliteit ervan niet 
zo snel getoetst kan worden. Het eindproduct voldoet vaak niet aan wat de aanvrager/klant 
aanvankelijk voor ogen had. Requirements traceability kan er toe bijdragen om dit te voorkomen. Het 
is dan ook interessant om te zien hoe in het IT vakgebied requirements traceability wordt toegepast en 
hoe dit zich verhoudt ten opzichte van de theorie en de Military Standard 498. Dit onderzoek draagt bij 
aan dit inzicht en het begrip van requirements traceabiity in ICT projecten.  
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2 Theoretisch kader 
Dit hoofdstuk beschrijft de bevindingen van de literatuurstudie. Deze literatuurstudie is uitgevoerd om 
begrip te krijgen in wat requirements traceability betekent, met zich mee brengt en op welke wijze de 
software ontwikkel en documentatie standaard ‘Military Standard 498’ 
(http://www.abelia.com/498pdf/roadmap.pdf) omgaat met requirements traceability.  
 
2.1 Requirements management 
Zowel in de theorie als in de praktijk worden er nogal eens verschillende betekenissen gegeven aan 
requirements management. Het lijkt daarom wenselijk om helderheid te verkrijgen over wat we onder 
requirements management verstaan. Hiervoor zijn verschillende definities uit de literatuur bekeken. 
 
2.1.1 Definitie 
Peatsch, Eberlein en Maurer (2003) geven aan: ‘The goal of requirements management is to capture, 
store, disseminate, and manage information. Requirements management includes all activities 
concerned with change & version control, requirements tracing, and requirements status tracking.’  
Wat uitgebreider is de definitie van Davis (2004)  ‘Requirements management is de set van de 
activiteiten van het verzamelen van requirements, beslissen welke de juiste zijn om te realiseren en dit 
documenteren. Requirements elicitation is een subset van requirements management waarmee 
kandidaat requirements worden verzameld van klanten, gebruikers, onderwerp specifieke experts en 
andere stakeholders. Requirements triage is een subset waarbij vastgesteld wordt aan welke 
requirements voldaan moet worden geanalyseerd in de context van beschikbare ontwikkel resources, 
time to market, tussentijdse doelen en return on investment. Requirements specification is de subset 
waarbij het externe gedrag van het gewenste systeem wordt gedocumenteerd’.  
 
Parviainen en Tihinen (2003) beschouwen requirements management naast requirements 
development als hoofdactiviteit van requirements engineering. Hierbij beschrijven  ze requirements 
management als hoofdactiviteit die de subactiviteiten ‘maintanence, identification, traceability and 
changemanagement’ omvat.  
 
Ook beschrijven ze requirements management als een ‘continues and cross-section’ activiteit binnen 
het requirements engineering.  Het verzamelen van requirements scharen zij onder requirements 
development. Ook Pandey en Suman (2010) benoemen requirements management als zodanig. Zij 
benoemen echter alleen traceability en change management als activiteiten van requirements 
management. Wel geven zij nog aan dat requirements management soms het meest complexe 
requirements engineering proces is. 
 
Als we kijken naar het onderzoek naar het specificeren van requirements door modellen gedreven van 
Santos Soares en Vrancken (2008), dan zien we dat ook zij requirements management naast 
requirements development als onderdeel van requirements engineering benoemen. Hierbij beschrijven 
zij requirements management als een beperkter onderdeel dat met name onderhoud zoals tracing en 
change management betreft. Elicitation bijvoorbeeld zien zij als requirements development. 
 
2.1.1.1 CMMI 
In het kader van een meer volwassen requirements management proces kan het Capability Maturity 
Model Integration (CMMI) ook een bepaalde kijk op requirements management bieden. CMMI is een 
benadering voor proces verbetering in organisaties.  CMMI is het resultaat van een samenwerking 
tussen onderdelen uit de industrie, overheid en de Software Engineering Institute (SEI). Software 
ontwikkeling en requirements management als ‘Key Process Area’ van het CMMI model omschrijft 
requirements management als volgt: ‘The activity of requirements management is focused on the 
control of the requirements gathering, establishing an agreement between the customer and the 
software team on the requirements, checking, reviewing and managing the changes on requirements. 
This activity is the process of ensuring that a software product produced from a set of requirements, 
will meet those requirements.’ (Loconsole, 2001). De enige manier om een goede controle op 
requirements te krijgen is controle te houden op de continue veranderende definitie van een 
requirement gedurende de life cycle van het software product. Dit kan door de status van 
requirements vast te leggen en de stabiliteit te onderzoeken door middel van verschillende vragen. 





2.1.2 Conclusie deelvraag 1 
Op basis van deze beschrijvingen in de literatuur kunnen we vaststellen dat de onderzoekers er 
verschillende opvattingen op na houden over de inhoud van requirements management. Het verschil 
zit hem hoofdzakelijk in welke processtappen of activiteiten men onder requirements management 
schaart. Er zijn onderzoekers die de definitie van requirements management beschrijven als: 
‘requirements management is het verzamelen, identificeren, onderhouden, analyseren, traceren en 
het managen van de wijzigingen op de requirements’. Anderen scharen activiteiten als het 
verzamelen, identificeren onder requirements development en noemen als requirements management 
activiteiten alleen de traceerbaarheid en het managen van wijzigingen.   
 
Opvallend is dat ongeacht welke definitie gehanteerd wordt, men het erover eens is dat requirements 
management een terugkerend en complex proces is dat verweven is met het proces van 
Requirements Engineering. Wat logisch lijkt, het is tenslotte een management proces.  
 
Dit onderzoek hanteert de definitie van Peatsch, Eberlein en Maurer (2003). Deze definitie geeft 
bondig een opsomming van de activiteiten die in vrijwel elke definitie in ieder geval genoemd worden. 
Voor deze definitie is gekozen omdat dit afstudeeronderzoek het begrip requirements management 
slechts verkent en zich richt op requirements traceability bij projecten in de theorie, praktijk en 
requirements traceability in een software ontwikkel- en documentatiestandaard. Het onderzoek heeft 
niet als doel tot een nieuwe definitie van requirements management te komen, dan wel dit gebied te 
onderzoeken. Deze definitie luidt: ‘The goal of requirements management is to capture, store, 
disseminate, and manage information. Requirements management includes all activities concerned 
with change & version control, requirements tracing, and requirements status tracking’. 
 
2.2 Requirements Traceability 
Om een basis te vormen voor het empirisch onderzoek is de literatuur uitvoerig bestudeerd op het 
begrip Requirements Traceability en wat we hieronder verstaan. 
 
Dit is geen sinecure blijkt wel. Gotel en Finkelstein beschrijven dit in 1994 al in hun ‘An analysis of the 
requirements tracability problem”. Zij beschrijven verschillende definities die doelgericht, 
oplossingsgericht, informatie gedreven of in specifieke richting gemotiveerd zijn. Zij concluderen dan 
ook dat dit een probleem geeft omdat de scope van deze definities zeer uiteenloopt. 
 
Om requirements traceability te realiseren wordt soms gebruik gemaakt van daarvoor bestemde 
tooling. Hierover zeggen Gotel en Finkelstein (1994) dat de meeste tools requirements traceability niet 
afdekken zoals deze wordt afgedwongen door bijvoorbeeld de DoD standard 2167A, voorloper van de 
Military Standard 498.  
 
Ook wijzen zij erop dat een bepaalde vorm van requirements traceability kan ontstaan door het 
gebruik van talen, modellen en methoden voor ontwikkeling. Daarbij maken zij wel de kanttekening dat 
de kwaliteit van de uiteindelijke traceerbaarheid afhangt van de wijze waarop vooraf gespecificeerde 
procedures en notaties voor ontwikkeling zijn toegepast. ( Gotel en Finkelstein 3.1 basic techniques) 
 
Eberlein en Sampaio do prado leite (2002) wijzen op het belang van de link tussen requirements, de 
bron van requirements en code om traceability mogelijk te maken.  
 
2.2.1 Definitie requirements traceability 
Gotel en Finkelstein (1994) verwijzen naar de definitie die in de IEEE Standard 830-1984 (en later in 
de IEEE Standard 830-1984) wordt gehanteerd. Deze luidt "A software requirements specification is 
traceable if (i) the origin of each of its requirements is clear and if (ii) it facilitates the referencing of 
each requirement in future development or enhancement documentation" (ANSI/IEEE Standard 830-
1984). 
 
Hierbij beveelt de standaard een tweetal specifieke wijze van traceability aan, namelijk ‘backward 
traceability’ en ‘forward traceability’. De standaard beschrijft dit als volgt “Backward traceability (i.e., to 
previous stages of development).This depends on each requirement 
explicitly referencing its source in earlier documents. Forward traceability (i.e., to all documents 
spawned by the Software Requirements Specification). This depends upon each requirement in the 
SRS having a unique name or reference number.” Ook gaat de standaard in op de letterlijke betekenis 
van het woord ‘trace’. Hierover zegt het: “The ability to "delineate" and "mark out" "perceptible signs of 
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what has existed or happened" in the lifetime of a requirement to enable one to "pursue one's way 
along" this record.” 
 
Gotel en Finkelstein (1994) trekken de conclusie dat de beschrijving van de IEEE 830-1984 leidt tot de 
volgende definitie van ‘requirements traceability’ “refers to the ability to describe and follow the life 
of a requirement, in both a forwards and backwards direction (i.e., from its origins, through its 
development and specification, to its subsequent deployment and use, and through all periods of on-
going refinement and iteration in any of these phases)." Wat hier precies bedoeld wordt met “it’s 
origin” geeft de standaard niet onomstotelijk aan. Wij gaan er in dit onderzoek echter vanuit dat we 
hiermee de herkomst bedoelen zoals een belanghebbende (stakeholder) en de oorspronkelijke 
bedoeling welke hij/zij  hiermee gehad heeft.  
 
De IEEE Standard 830-1984 spitst zich toe op software requirements specificaties, de IEEE Standard 
610.12 – 1990 richt zich op de definities van termen gebruikt in het veld van software ontwikkeling in 
het algemeen.  
 
Bij de ontwikkeling van software is in de meeste gevallen sprake van verschillende belanghebbenden 
met verschillende doelen en prioriteiten. Veelal worden deze belanghebbenden benoemd als 
stakeholders. Deze verschillende doelen en prioriteiten leiden tot verschillende requirements, echter 
de mogelijkheid bestaat dat de requirements van een systeem of systeemcomponenten wel degelijk 
een relatie met elkaar zullen hebben of juist conflicterend  zijn met elkaar. Gedurende de ontwikkeling 
van een systeem hebben deze requirements nog steeds hun oorsprong maar maken ze ook een 
bepaalde ontwikkeling door. Traceability maakt het mogelijk om de oorsprong en ontwikkeling te 
herleiden en te beschrijven. Dit is belangrijk om requirements te begrijpen en voor verificatie. Ook kan 
traceability informatie geven over de rechtvaardiging, belangrijke besluiten en aannames die ten 
grondslag liggen aan de requirements. (Ramesh, 2001). 
 
In dit onderzoek hanteren we de definitie van Gotel en Finkelstein gebaseerd op de IEEE Standard 
830-1984. Voor deze definitie is gekozen omdat dit afstudeeronderzoek zich richt op requirements 
traceability bij projecten in de theorie, praktijk en requirements traceability in een software ontwikkel- 
en documentatiestandaard. Het onderzoek heeft niet als doel om tot een nieuwe definitie van 
traceability te komen dan wel dit gebied te onderzoeken. 
 
Deze definitie luidt: “refers to the ability to describe and follow the life of a requirement, in both a 
forwards and backwards direction (i.e., from its origins, through its 
development and specification, to its subsequent deployment and use, and through all periods of on-
going refinement and iteration in any of these phases).". 
 
2.2.2 Referentie model requirements traceability 
Ramesh (2001) gaat nog verder in zijn onderzoek en ontwikkelt een aantal referentiemodellen voor 
requirements traceability. Het traceability meta model is een eenvoudig model wat de meest 
essentiële aspecten van traceability modellen beschrijft. Met dit model wordt eenvoudige informatie als 
het Wie, Wat, Waar, Hoe, Waarom en Wanneer afgedekt voor elke requirement. Daarmee wordt 
bijvoorbeeld bedoeld, ´Wat voor informatie wordt er weergegeven?’, ‘Wie is de Stakeholder?’, Waar 
wordt het gepresenteerd?’, ‘Hoe wordt het gepresenteerd?’, ‘Waarom is een object gecreëerd?’, 
Wanneer is de informatie samengesteld of aangepast?’.   
 
De drie items in het model ‘OBJECT’, ‘STAKEHOLDER’, en ‘SOURCE’ zijn meta classes. Het 
‘OBJECT’ in dit model kan een requirement, aanname, ontwerp, systeemcomponent of een besluit  
zijn. De TRACES_TO link is  een specialisatie relatie tussen deze objecten. Bijvoorbeeld een besluit 
kan leiden tot en bepaald ontwerp. Dit geeft dus aan ‘WAT voor informatie wordt weergegeven’ maar 
ook ‘WAAROM’  een object gecreerd of aangepast is. 
 
De ‘STAKEHOLDER’ in dit model kan bijvoorbeeld een project manager, analist, system engineer of 
ontwerper zijn. Deze stakeholders spelen verschillende rollen in het vaststellen of gebruiken van de 
objecten zoals bijvoorbeeld een requirement of ontwerp. Het item ‘STAKEHOLDER’ geeft hiermee aan 
‘WIE’ de belanghebbenden zijn. De ‘SOURCE’ in het model bevat de traceability informatie. Dit kan 
bijvoorbeeld een document zijn, zoals en requirement specificatie, een fysiek medium maar ook 
verwijzigingen naar een persoon, vergadering of telefoongesprek. Hiermee wordt aangegeven ‘WAAR’ 





Figuur 2 Traceability meta model. Bron: Ramesh, B en M. Jarke (2001) 
 
Het tweede model is wat Ramesh (2001) noemt het Low-End Use model,  zie figuur 3. Dit model is 
wat uitgebreider en is voornamelijk gebaseerd op traceability links om onderlinge relaties tussen 
requirements weer te geven, requirements te koppelen aan systeemcomponenten, 
complianceverificatie en het beheersen van veranderingen.  
 
In het tweede model van figuur 3 zien we een aantal begrippen, namelijk: 
 
 Requirements – Originele high level requirements en hiervan afgeleide requirements. 
 System_Subsystem_Components – Componenten van systemen of subsystemen die invulling 
geven aan een requirement 
 External_Systems – Externe systemen waarmee componenten een relatie kunnen hebben. 
 Compliance_Verification_Procedures – Procedures om te bepalen (testen/simuleren) of aan 
requirements is voldaan. 
 
Het model geeft alle objecten weer die een rol spelen bij requirements traceabiility. Het betreft 
requirements zelf en de objecten waar de requirements gedurende de life cycle mee te maken  
hebben. 
 
Het model beschrijft een aantal relaties tussen de objecten, namelijk: 
 
 ‘Derive’ – requirements verkregen uit requirements op een hoger niveau 
 ‘Developed_for’ – requirements waarvoor de compliance verification procedures zijn 
ontwikkeld. 
 ‘Satisfy’ – link tussen de requirements en de systeemcomponent die in deze requirements 
voorziet. 
 ‘Allocated_to’ – alle requirements gerelateerd aan systeemcomponententen. 
 ‘Performed_on’ – relatie tussen de ‘compliance verification procedures’ (CVP’s) en de 
componenten, op basis waarvan geverifieerd wordt of het component voldoet aan de 
requirements. Feitelijk dus tests of simulaties.  
 ‘Depend_on – relatie tussen systeem componenten die afhankelijk van elkaar zijn. 
 ‘Interface_with’ – relatie om te verifieren hoe een requirement ten aanzien van de interface 





Figuur 3 Low End traceability model. Bron: Ramesh, B en Jarke (2001) 
 
Het derde model van Ramesh en Jarke (2001) gaat nog een stuk dieper in de materie van 
requirements traceability en richt zich op een veel uitgebreidere toepassing van requirements 
traceability informatie. Dit model bestaat uit een viertal submodellen, te weten Requirements 
management, Design Allocation, Compliance Verification en Rationale Management. Deze modellen 
zijn niet opgenomen en nader toegelicht, omdat de scope van dit onderzoek is, het verkrijgen van 
inzicht in de verschillen tussen requirements traceability in theorie, in de Military Standard 498 en in de 
praktijk. Het doel is een basis of uitgangspunt te hanteren gebaseerd op de literatuur ,om te kunnen 
bepalen hoe requirements traceability eruit moet zien. Het derde model van Ramesh en Jarke 2001) 
gaat verder dan dit en is te complex en gedetailleerd voor de scope van dit onderzoek. 
 
2.2.3 Conclusie deelvraag 2 
Door Gotel en Finkelstein (1994) is 19 jaar geleden al geconcludeerd dat de scope van requirements 
traceability zeer uiteenloopt. Deze lijkt sterk afhankelijk van de achterliggende motivatie: dient het een 
specifiek doel, is het oplossingsgericht of op een andere wijze specifiek gemotiveerd. 
 
Wel blijkt als we de literatuur uitgebreid bestuderen dat een breed geaccepteerde en behoorlijk 
volledige definitie is: “refers to the ability to describe and follow the life of a requirement, in both a 
forwards and backwards direction (i.e., from its origins, through its development and specification, to 
its subsequent deployment and use, and through all periods of on-going refinement and iteration in 




Ook biedt het tweede model van Ramesh (2001), het Low End traceability model een goede basis 
voor het inzicht in het begrip requirements traceability. Het omvat in ieder geval de meest essentiële 
aspecten van requirements traceability en beschrijft ook de relaties die een rol spelen. Op basis 
hiervan zou je kunnen stellen dat requirements traceability minimaal moet voldoen aan de traceability 
informatie: 
 
 Wie, Wat, Waar, Hoe, Waarom en Wanneer 
 Onderlinge afhankelijkheden tussen requirements 
 Allocatie van requirements aan systeem componenten 
 Compliance verificatie 
 Wijzigingen beheer 
 
 
2.3 Software ontwikkeling en documentatie standaarden 
Voor het vastleggen en beheren van requirements zijn verschillende standaarden beschikbaar. Dit 
onderzoek richt zich op de standaard ‘Military Standard 498’. Dit is de standaard die binnen 




3 Military Standard 498 
De Military Standard 498 is een standaard voor softwareontwikkeling en –documentatie en is ontstaan 
uit het samenvoegen van de standaarden Department of Defense Standard 2167A en Department of 
Defense Standard 7935A met een aantal verbeteringen. Één van de voornaamste hiervan is 
verbeterde comptabiliteit met incrementele en evolutionaire standaarden. Deze standaard beslaat het 
gehele proces van requirements specificaties tot aan software support en gebruikershandleidingen. Dit 
ziet er schematisch als volgt uit:
 
Figuur 4 Military Standard 498 Data Item Descriptions. Bron: Norma A. Stopyra, (1996). 
 
In deze schematische weergave zien we het proces en de producten op hoofdlijnen van het software 
ontwikkel proces met per onderdeel de daaraan gerelateerd Data Item Descriptions. Deze Data Item 
Descriptions geven een beschrijving van de inhoud en opbouw die een dergelijk document volgens de 
standaard moet bevatten. Het gaat om 22 Data Item Descriptions, namelijk: 
 
 Software Development Plan (SDP) 
 Software Implementation Plan (SIP) 
 Software Transitie Plan (STrP) 
 Operational Concept Description (OCD) 
 System/Subsystem specification (SSS) 
 Software Requirements Specification (SRS) 
 Interface Design Description (IRS) 
 System/Subsystem Design Description (SSDD) 
 Software Design Description (SDD) 
 Database Design Describtion (DBDD) 
 Interface Design Describtion (IDD) 
 Software Test Plan (STP) 
 Software Test Description (STD) 
 Software Test Report (STR) 
 Software User Manual (SUM) 
 Software Center Operator Manual (SCOM) 
 Software Input/Output Manual (SIOM) 
 Computer Operation Manual (COM) 
 Computer Programming Manual (CPM) 
 Firmware Support Manual (FSM) 
 Software Product Specification (SPS) 
 Software Version Description (SVD) 
 
 
De standaard heeft als doel te komen tot uniforme requirements voor software ontwikkeling en 
documentatie. De standaard kan worden toegepast op situaties met bepaalde contractuele partijen of 
bij interne software ontwikkeling.  
 
De standaard bezit een groot aantal elementen die bijdragen aan de software ontwikkeling en 
documentatie. Deze elementen bieden handvatten om het proces van software ontwikkeling en 
documenteren te ondersteunen. Afhankelijk van de situatie kunnen deze handvatten al dan niet 
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gebruikt worden of op de situatie toegespitst worden. Afhankelijk van het type software kan de 
standaard op maat toegepast worden. De verantwoordelijkheid voor het op maat toepassen van de 
Military Standard 498 ligt bij de partij die de behoefte aan deze software heeft.  De bijlagen van de 
Military Standard 498 bieden enkele concrete voorbeelden van hoe de standaard op maat gemaakt 
kan worden afhankelijk van het software type en de strategie. In figuur 5 zien we een drietal 
strategieën namelijk ‘Grand design’, ‘Incremental’ en ‘Evolutionary’. De ‘Grand design’ is een strategie 
waarin je alles in één keer doet en elke stap maar één keer zet. De ‘Incremental’ strategie brengt in 
kaart wat de gebruikers wensen zijn en wat de systeemvereisten zijn. Vervolgens verloopt alles in 
deze strategie in delen, eerst één build waarin een gedeelte wordt gerealiseerd en dan de volgende 
build. De ‘Evolutionary’ strategie werkt op vergeljkbare wijze maar met het verschil dat geaccepteerd 
wordt dat niet alle requirements van tevoren bekend zijn. Deze verschillen worden ook aangegeven in 
de tabel onderaan in figuur 5. 
 
 
Figuur 5 Key features of three DOD program strategies. Bron: Military Standard 498, 
http://www.everyspec.com 
Die elementen die de standaard biedt bestaan uit een beschrijving van de scope van de Military 
Standard 498 en het benoemen van uniforme begrippen zoals ‘acquirer’, ‘contract’ of ‘Statement of 
Work’. Deze begrippen krijgen een vaste definitie vanuit de standaard, bijvoorbeeld ‘Statement of 
Work.’ Dat is de lijst met taken die uitgevoerd moeten worden door de ontwikkelaar. Vervolgens 
beschrijft de Military Standard 498 een aantal algemene requirements. De standaard beschrijft dat er 
een software ontwikkel proces vastgesteld moet worden, beschreven moet worden in een software 
ontwikkel plan en geeft uitvoerig aan wat het hierin verwacht. De onderdelen die bijdragen aan 
requirements traceability worden uiteengezet in paragraaf 3.1 
 
De ontwikkelaar dient eveneens systematisch gedocumenteerde methodes toe te passen in de 
software ontwikkelactiviteiten en hieraan te refereren of deze te beschrijven in dit software ontwikkel 
plan. Hetzelfde geld voor het beschrijven van requirements, ontwerp, code, test procedures, test plan 
en test resultaten. Er worden ook specifieke eisen gesteld aan hoe de ontwikkelaar om dient te gaan 
met kritische requirements zoals bijvoorbeeld ‘Safety assurance’ of ‘Privacy assurance’. In het geval 
van de ‘Privacy assurance’ wordt bijvoorbeeld gesteld dat de ontwikkelaar moet vaststellen of er 
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sprake is van privacy gevoelige aspecten of systemen. Indien dit het geval is dient de ontwikkelaar 
zorg te dragen voor een strategie om de privacy te waarborgen. 
 
Kortom, de Military Standard 498 bevat een aantal elementen die feitelijk beschrijven hoe het 
ontwikkelproces er volgens de standaard uit moet zien. Dit wordt ondersteunt met gedetailleerde 
beschrijvingen per vereiste en 22 hieraan gekoppelde Data Item Descriptions. In figuur 6 is een 
voorbeeld weergegeven hoe dit er uit zou zien bij 1 build. Met 1 build wordt bedoeld één cycles waarin 
de stappen van specifiëren, ontwerpen, bouwen en testen voor een computer software configuration 
item worden voltooid. Uiteraard kan er sprake zijn van meerdere computer software configuration 
items en daarmee dus van meerdere builds. 
 
Het biedt deze voorbeelden ook met meer Iteratie of voor Reengineering van software. In figuur 6  
zien we (met afkortingen) alle 22 Data Item Descriptions benoemd en gekoppeld aan de proces 
stappen die de Military Standard 498 voorschrijft. In de Data Item Descriptions die rood omcirkelt zijn 
is een hoofdstuk requirements traceability opgenomen en beschrijft de standaard welke traceability dit 
hoofdstuk moet bieden.   
 
Deze Data Item Descriptions zijn een leidraad. In welke mate deze Data Item Descriptions opgevolgd 
moeten worden hangt af van het type project. De standaard legt niets op maar is bedoeld als 
hulpmiddel om op uniforme wijze requirements vast te leggen en te voorzien in de noodzakelijk 
documentatie van een software systeem. De standaard beschrijft vooral ook ‘wat’ te doen en niet ‘hoe’ 








Figuur 6 Weergave ontwikkel proces Military Standard 498. Bron: Abelia.com 
 
 
3.1 Requirements traceability Military Standard 498 
In de standaard wordt op verschillende wijze aandacht besteed aan Traceability. De standaard geeft 
in vrijwel elk onderdeel aandacht aan het belang van traceability. In paragraaf 5.4.2 van de Military 
Standard 498 (1994) wordt nadrukkelijk de verantwoordelijkheid bij de ontwikkelaar gelegd om zorg te 
dragen voor traceability tussen de systeem componenten en de systeem requirements. Daarbij geeft 
het aan dat alle items die van toepassing zijn opgenomen dienen te worden in de traceability secties 
van de System/Subsystem Design Description (SSDD). De Data Item Description geeft aan weke 
secties dit zijn. 
 
Paragraaf 5.5 van de Military Standard 498 (1994) beschrijft hetzelfde voor de traceability tussen de 
Computer Software Configuration Item (CSCI) requirements en de systeem requirements. Hierbij 
wordt verwezen naar de traceability sectie in de Software Requirements Specification (SRS) Data 
Item Description. 
 
Paragraaf 5.6.2 van de Military Standard 498 (1994) beschrijft de verantwoordelijkheid voor de 
ontwikkelaar om zorg te dragen voor traceability tussen de software units en de Computer Software 
Configuration Item requirements. Hierbij wordt verwezen naar de traceability sectie in de Software 
Design Description (SDD) Data Item Description. Daarbij is het van belang dat in het resultaat alle van 
toepassing zijnde onderdelen uit het architectuur ontwerp terug komen als ook de traceability secties 
van de Software Design Description. Dit is feitelijk de relatie tussen de processtap die wordt genomen 
namelijk ‘Software design’ en de Software Design Description. Zie de blauwe cirkel in figuur 6. 
 
In paragraaf 5.9.3, 5.11.3, 5.13.4, van de Military Standard 498 (1994) wordt gewezen op de 
verantwoordelijkheid van de ontwikkelaar om zorg te dragen voor traceability tussen testcases en 
respectievelijk Computer Software Configuration Item requirements, system requirements, ‘Computer 
Software Configuration Item source files and software units’ en tussen hardware specificaties en de 
requirements hiervan. 
 
In appendix D wordt nogmaals benadrukt dat een software product pas een gegeven set van items 
afdekt als deze allemaal verwerkt zijn in het software product. Hierbij wordt gewezen op de 
neerwaartse traceability van requirements, ontwerp en testplanning zoals dit in de Data Item 
Descriptions van de standaard is beschreven. 
 
In een groot deel van de Data Item Descriptions (DID’s) wordt aandacht besteed aan de verschillende 
soorten traceability. Het begint met de concept/requirements documentatie. In de System/Subsystem 
Specification hoofdstuk 3 wordt aangegeven dat het van belang is voor het testen en de traceability 
dat iedere requirement van een unieke project identifier wordt voorzien. Deze project identifier is 
traceerbaar en daarmee de hierdoor geïdentificeerde requirements eveneens. Er wordt geen verdere 
systematiek benoemd ten aanzien van deze identifier. In hoofdstuk 5 van deze specificatie dient te 
worden aangegeven welke subsystem requirement geadresseerd is aan welke system requirement. 
Dit geldt ook vice versa voor system requirements die gekoppeld zijn aan een subsystem die in deze 
specificatie behandeld wordt. Daarbij tevens verwijzend naar eventuele Interface Requirements 
Specificaties waarmee een relatie is. In dat geval dient gerefereerd te worden aan die Interface 
Requirement Specificatie. 
 
De Data Item Description van de Software Requirements Specification besteed eveneens in hoofdstuk 
3 en hoofdstuk 5 aandacht aan traceability. Ook voor veel overige onderdelen zoals de Interface 
Design Description of Database Design Describition beschrijft de standaard welke traceability 
opgenomen dient te worden.  
 
Gotel en Finkelstein (1995) beschrijven twee ‘zorgen’ die het risico weergeven van het op deze wijze 
om gaan met traceability. Bij het gebruik van de standaard is men tenslotte vrij om al dan niet invulling 
te geven aan de traceability die wordt beschreven in de Data Item Descriptions. Dit kan er dus toe 
leiden dat men dit niet doet. Uiteraard ontstaat er dan ook geen traceability. 
 
3.2 Data Item Descriptions in relatie tot de standaard 
In figuur 4 hebben we een schematische weergave gezien van de Data Item Descriptions. De Data 
Item Descriptions zijn als bijlage opgenomen in de Military Standard 498. Zoals we in voorgaande 
paragraaf 3.1 al hebben gezien wordt in de de hoofdtekst van de Military Standard 498 verwezen naar 
de Data Item Descriptions.  
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Met hoofdtekst bedoelen we de hoofdstukken van de Military Standard 498. Dus geen bijlage of 
andere gerelateerde documenten. Als we dit nader bestuderen zien we dat de directe relatie tussen 
de hoofdtekst en de Data Item Descriptions gelegd wordt door Hoofdstuk 5 van de Military Standard 
498. In hoofdstuk 5 worden de activiteiten benoemd die volgens de standaard uitgevoerd moeten 
worden gedurende het ontwikkelproces, zie figuur 7.  
 
 
Figuur 7 'Military Standard 498  Software Development Activities'. Bron: Military Standard 498, 
http://www.everyspec.com 
 
Aan elke activiteit is een paragraaf gewijd. In deze paragraaf en subparagrafen wordt besproken wat 
deze activiteit moet opleveren. Daarbij wordt in de meeste paragrafen verwezen naar een Data Item 
Description, zie figuur 8. De resultaten van de activiteit moeten aan alle relevante items in het Data 
Item Description voldoen. De Data Item Descriptions vormen formeel de requirements voor de data 









Onderstaande afbeelding geeft de relaties tussen paragrafen en Data Item Description: 
 
Figuur 8 'Military Standard 498 Data requirements'. Bron: Military Standard 498, 
http://www.everyspec.com 
Als voorbeeld nemen we de activiteit ‘Software requirements analysis’, zie figuur 7. In de betreffende 
paragraaf 5.3 treffen we de vereiste dat de ontwikkelaar moet bijdragen aan het operationele concept 
voor het systeem. Dat houdt ook in zoals expliciet wordt aangegeven dat het resultaat alle relevante 
onderdelen van het Data Item Description Operational Concept Description bevat. 
 
3.3 Conclusie deelvraag 3 
De Military Standard 498 is een standaard voor software ontwikkeling en documentatie van planfase 
tot oplevering. De standaard biedt een helder model van alle documentatie die het vereist. Per 
document in dit model biedt de standaard databeschrijvingen per document.  
 
De middelen die het toepast om deze requirements traceability te behalen zijn: 
 
- De standaard legt nadrukkelijk de verantwoordelijkheid voor requirements traceability mede bij 
de ontwikkelaar. Niet alleen met betrekking tot specificatie en ontwerp maar ook voor test 
cases, CSCI requirements, system requirements, ‘CSCI source files and software units. 
- De standaard vereist identificatie voor requirements.’ 
- De standaard vereist dat alle relevante items opgenomen worden in de daartoe bestemde 
secties van de documentatie ten behoeven van requirements traceability. De standaard 
benoemt dit in het algemeen maar ook expliciet voor de onderdelen: 
o System/Subsystem specification (SSS) 
o System/Subsystem Design Description (SSDD) 
o Software Requirements Specification (SRS) 
o Interface Requirements Specification (IRS) 
o Software Design Description (SDD) 
o Interface Design Description (IDD) 




Kortom de standaard geeft een model en structuur ten aanzien van het ontwikkelproces met een 
documentatieset en schrijft in verschillende hoofdstukken, paragrafen en Data Item Descriptions voor 
hoe requirements traceability te borgen. De requirements traceability die de Military Standard 498 
biedt is weergegeven in onderstaand conceptueel model met bijbehorende relaties. Het model laat 
duidelijk overeenkomsten zien met de literatuur. Het model van Ramesh en Jarke (2001) zie figuur 3, 
maakt eveneens onderscheid in systemen en subsystemen, relaties met externe systemen en test 
specificaties om te verifiëren of aan de requirements voldaan is. Ook leggen zij vergelijkbare relaties. 






















Figuur 9 'Conceptueel model Requirements Traceability Military Standard 498' 
Toelichting relaties: 
 
 Statisfy – Requirements waarin wordt voorzien door een systeem of subsysteem. 
 Alllocated_to - Traceability van elk System requirement die toegewezen is aan die specifieke 
Subsystem Specification naar dat specifieke Subsystem requirement en aan Software 
Configuration item. 
 Depend_on – Subsystem requirement naar het systeem welke het adresseert. 
 Interface_with – Requirements betreffende een specifiek Subsystem. 
 Developed_for – Kwalitatieve methodes beschreven om te verifieren of aan de requirements 
is voldaan. (testing/inspection) 
 Performed_on – Traceability van elke test case in de STD naar het Systeem of het Computer 
Software Configurtation Item requirements die het betreft. Traceability van elke Systeem of 
Computer Software Configuration Item welke is opgenomen in een specifieke STD. 
 Adresses – Requirements traceability tussen de ontwerpen (database, software, interface) en 
de systemen en software configuration items die het systeem adresseert 





Ter verduidelijking van het conceptuele model en zijn relaties kunnen we een voorbeeld geven. Stel 
we ontwikkelen een systeem voor Enterprise project portfolio managament. Dit systeem stelt high 
level requirements waaronder bijvoorbeeld: 
1) Het moet mogelijk zijn programma’s te administreren. 
2) Programma’s worden voorzien van een unieke identificatie. 
3) Het moet mogelijk zijn om projecten te administreren. 
4) Projecten worden voorzien van een unieke identificatie. Indien het project onderdeel is van 
een programma zal de identificatie als prefix de identificatie van het programma hebben. 
5) Het moet mogelijk zijn om project-portfolio’s te administreren. 
6) Programma’s kunnen uit meerdere projecten bestaan. 
7) Er moet een koppeling zijn met het financiële administratie systeem. 
In dit voorbeeld zullen de requirements mogelijk leiden tot een drietal subsystemen, namelijk een 
subsysteem voor het administreren van de programma’s, een subsysteem voor het administreren van 
portfolios en een subsysteem voor het administreren van projecten. Het subsysteem voor het 
administreren van programma’s zal dus invulling geven aan de eerste twee systeem requirements. De 
relatie ‘Allocated to’ betreft in deze de relatie tussen de requirement om programma’s te kunnen 
administreren en de subsystem requirement dat een programma een unieke identificatie dient te 
hebben. 
De subsystemen zullen ontworpen worden. In het ontwerp willen we terug zien dat de samenstelling 
van de identificatie van een project o.a. tot stand is gekomen door requirement nummer vier. Ook 
willen we in de testbeschrijving een testscenario terug zien waarin een project onderdeel uit maakt 
van een programma en we controleren of dit project ook de juiste identificatie krijgt zoals vereist in 
requirement nummer vier. 
Requirement nummer zeven vereist een koppeling met het financiele informatie systeem. Voor deze 
requirement zal een interface ontwikkelt moeten  worden. Deze interface zal dus een koppeling met 






4 Analyse van requirements traceability in projecten 
In dit hoofdstuk wordt een analyse gegeven van verschillende projecten in het domein van ICT 
Services bij ProRail. Per project is geanalyseerd of en hoe requirements traceability aanwezig is. Er 
zijn daarbij zowel projecten bekeken waarbij geen standaard is toegepast als projecten waarbij de 
Military Standard 498 is toegepast. Van ieder project is een tweetal requirements getraceerd zowel 
backwards als forwards traceability. In figuur 10 treffen we een overzicht van de projecten. Daarin is te 






Requirements die getraceerd zijn 
ASTRIS Ja 1) Systeem requirement UC-VHR “Astris moet aan 
bedienapplicaties de mogelijkheid bieden om (meerdere) 
Trdl-verhinderingen voor rijweginstelling aan te brengen op 
seinen, secties, wissels en kruisingen. 235” 
2) Systeem requirement “De on-line middelen voor beheer (zie 
o.a. par. 3.13.2) dienen gebruikt te kunnen worden 3040 
zonder dat de werking van Astris buiten specificaties treedt. 
Dit geldt dus ook voor zaken als 3041 eventmeldingen en 
logging.” 
BBMS Nee 1) Requirement 2.1.3 “Daar het contract kan bestaan uit 
meerdere metingen per jaar, wordt op de dekkingslaag 
contract de frequentie aangegeven. Voor de dekkingslagen 
planning, uitvoering en meetgegevens zijn per laag meerdere 
dekkingen per jaar beschikbaar.” 
2) Requirement  
SBG++ Ja 1) US039 “SBG++ toont een grafiek met daarin alle relevante 
sporen naast elkaar. Deze sporen worden weergegeven als 
verticale lijnen. In deze grafiek loopt de tijd van beneden naar 
boven”. 
2) US245 “SBG++ moet in staat zijn om berichtverlies op de 
ARP interface te detecteren. [IRS-MARC] definieert al een 
mechanisme dat hierin kan helpen: elk bericht heeft een 
volgnummer. Met behulp van dit volgnummer kan eenvoudig 
worden bepaald of er berichten zijn gemist”. 
Routelint Ja 1) RMR.CD.2 “Eigen trein hinderende andere trein”. 
2) RMR.TST.6 “Falen van toestandsovergangen”. 
RRCB Nee 1) High Level Requirement 1. “Vastleggen PGO 
contractafspraken”. 
2) High Level Requirement 14. “Afwijking met geaccordeerde 
voostel  moeten binnen de oplosperiode afgerond zijn. Het 
systeem bewaakt dit.” 
Figuur 10 'Overzicht van projecten, toepassing Military Standard 498 en getraceerde 
requirements'. 
Voor ieder project wordt een korte inleiding gegeven om een idee te geven van het soort project en 
het domein. Daarop volgt een korte beschrijving van de structuur waarin de requirements zijn 
vastgelegd. Vervolgens zal de requirements traceability van een tweetal requirements uit het 
betreffende project worden weergegeven. Het traceren van de requirements is uitgevoerd door in de 
requirements specificatie of, indien aanwezig, in de traceability matrix de identificatie of prefix van de 
requirement te achterhalen. Daarop is met behulp van deze identificatie of prefix en de ‘find’ 










4.1 Project en domein ASTRIS 
 
Applicatie: ASTRIS 
Bedrijfsprobleem dat door de applicatie ondersteund wordt. 
De TreinBeheersingsSystemen (TBSn) zijn een vitale schakel in de treinbesturings- en 
treinbeveilingsketen, zonder welke er geen treinverkeer mogelijk is. ASTRIS (Aansturing en STatus 
melding van de RailInfraStructuur) is een nieuwbouw product, welke de vervanger is van het huidige 
conglomeraat van TreinBeheersingsSystemen. In het voorjaar van 2013 zal ASTRIS worden 
beproefd. De TreinBeheersingsSystemen bevinden zich hiërarchisch gezien boven de 
beveiligingssystemen, ze sturen de beveiligingssystemen aan, en onder de treinbesturingsystemen, 
waar ze bedienopdrachten van ontvangen en status aanmelden. 
 
De beveiligingssystemen zijn de autonome fail-safe systemen die zorg dragen voor 
ontsporingsbeveiliging en treinseparatie en voeren sturingen alleen uit als dat veilig kan. 
 
De doelstellingen van ASTRIS zijn: 
- Het kunnen bedienen van de infrastructuur op een voor de bedienende applicatie (en daarmee 
voor de treindienstleider) uniforme wijze, ongeacht het onderliggende beveiligingsysteem. 
- Het melden van de actuele toestand van de railinfrastructuur aan afnemers (treindienstleider, 
treinvolgsysteem). 
- Het veilig kunnen overdragen van bedienbevoegdheden naar locale bedienaars (b.v. 
rangeerders, werkploegen, brugwachters, etc.). 
 
Korte omschrijving van de functionaliteiten 
Concreet omvat Astris de volgende functionaliteit: 
- het routeren van opdrachten van de bedienapplicaties naar de beveiligingen 
- het routeren van informatie van de onderliggende beveiligingen naar de afnemende applicaties 
- controles m.b.t. bevoegdheden  
- controles om conflicterend infragebruik te voorkomen 
- controles om opdrachten te weigeren die met de actuele toestand van de beveiliging en/of 
Astris niet mogelijk zijn 
- treindienstleider-verhinderingen-functionaliteit (zowel aanbrengen/verwijderen als controle bij 
opdrachten).  Deze functionaliteiten stellen de treindienstleider in staat bepaalde verhinderingen 
aan te brengen op infrastructurele elementen (sein, wissel etc.). 
- het bijhouden en beschikbaar stellen van de actuele toestand en het gebruik van de 
railinfrastructuur. 
 
Gezien de functionaliteit heeft ASTRIS een zeer hoog vereiste beschikbaarheid en betrouwbaarheid. 
ASTRIS voldoet aan de CENELEC SIL1 norm (Cenelec 2011). De Cenelec norm is een Europese 
Standard welke het proces en de technische requirements specificeert voor de ontwikkeling van 
software in programmeerbare elektronische spoorwegbeheer en veiligheidssystemen. Het is er op 
gericht om toe te passen in systemen waar veiligheid een belangrijke rol speelt. ASTRIS voldoet dus 
aan de vereisten van deze Europese Standaard op het niveau SIL1. 
  
4.1.1 Requirements structuur ASTRIS 
In het project ASTRIS is duidelijk sprake van een eenduidige structuur waarmee requirements worden 
vastgelegd. Requirements worden zeer nauwkeurig en gedetailleerd vastgelegd volgens een vooraf 
overeen gekomen werkwijze binnen het project. Er is een overkoepelend document  dat het 
organisatieprobleem, de systeemarchitectuur/technische beschrijving en een leeswijzer beschrijft. 
 
Requirements documentatie in het project is vastgelegd volgens de software ontwikkel- en 
documentatiestandaard Military Standard 498. Daarbij is de documentatie opgezet volgens de Data 
Item Descriptions van de Military Standard 498. Dit zijn documenten als een System/Subsystem 
Specification, Software Requirements Specification, System/Subsystem Design Specification. In 
bijlage I zijn enkele voorbeelden van deze documentatie uit het project ASTRIS opgenomen. 
 
4.1.2 Requirements tracebility project ASTRIS 
Binnen het project is voorzien in de traceability van requirements. Er is gewerkt met een traceability 
matrix in Excel. Deze is opgedeeld naar systeemeisen en componenteisen. In deze sheet is ook 
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document- en versiebeheer toegepast. Je ziet bijvoorbeeld dat een Software Requirements 
Specificatie gerelateerd kan zijn aan meerdere Software Test Descriptions of Software Design 
Descriptions. 
 




Figuur 11 'Schematische weergave traceability relaties ASTRIS systeemeisen'. Bron: ASTRIS-
traceabilitymatrix. 
 
Figuur 12 'Relaties ASTRIS systeemeisen'. Bron: ASTRIS-traceabilitymatrix.  
 





Figuur 13 'Inleiding en uitleg traceability matrix' Bron: ASTRIS-traceabilitymatrix. 
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Figuur 14 toont de traceability matrix. Hierin is te zien dat de systeem eis ‘ASTRIS-UC-VHR’ vanuit de System/Subsystem Specification (SSS) en/of de Interface 
Requirements Specification getraceerd worden naar de betreffende requirement specificatie in de Software Requirements Specification en naar de betreffende 
Software Test Description. Zoals te zien in het voorbeeld is deze systeem eis gerelateerd aan meerdere software requirement specificaties.  
 
De opbouw van de identificatie is als volgt. Uiteraard is ASTRIS de projectnaam, UC staat voor Use Case en VHR voor ‘verhindering voor rijweginstelling’. De 
Software eisen waarnaar verwezen wordt volgen een opbouw in de identificatie die is beschreven in de traceability matrix. EC staat in dit voorbeeld voor Element 
Component en EMC voor Element Manager Component. Alle drie de eisen bevinden zich dan ook in de Software Requirements Specificatie die als identificatie in 
de naam ELEMENTCOMP draagt namelijk het document ASTRIS-ELEMENTCOMP-SRS. De nummers in de identificatie zijn opeenvolgende nummers binnen de 
betreffende prefix. Deze relatie tussen de componenten en naamgeving is opgenomen in de inleiding van de traceability matrix. Op deze manier is dus te volgen in 
welke SRS deze software eisen terug komen. 
 
 
Figuur 14 ‘Traceability systeem eisen’. Bron: ASTRIS-traceabilitymatrix. 
 
In Figuur 15 zien we de systeem eis ‘ASTRIS-UC-VHR’ in de System/Subsystem Specification (SSS). Hierop openen we de Software Requirements Specification 
‘ASTRIS-UC-VHR’ en de Software Test Description ‘ASTRIS-STD-KT’. In figuur 16 zien we een onderdeel van het testgeval ASTRIS-TG-VHR. Het testgeval is 









Figuur 16 Testcase 'ASTRIS-TG-VHR'. Bron: ASTRISS-STD-KT. 
 
In figuur 17 zien we dat in de Software Requirements Specification de software eis EMC-IF-09 simpelweg 








Ook de software eis ‘EMC-FUNC-004’ in figuur 18 is eenvoudig terug te vinden met een zoekopdracht in 
de Software Requirements Specificatie ASTRIS-ELEMENTCOMP-SRS. 
 
 
Figuur 18 'Software eis EMC-FUNC-004'. Bron: ASTRIS-ELEMENTCOMP-SRS. 
 
Hetzelfde geld voor de software eis ‘EC-DATA-07’ zoals te zien in figuur 19. 
 
 
Figuur 19 'Software eis EC-DATA-07'. Bron: ASTRIS-ELEMENTCOMP-SRS. 
 
In figuur 20 kunnen we zien dat een tweetal software eisen uit de Software Requirements 
Specification ASTRIS-ELEMENTCOMP-SRS te traceren zijn naar de testbeschrijving in de Software 




Figuur 20 ‘Traceability component eisen naar testdocumentatie’. Bron: ASTRIS-
Traceabilitymatrix. 
Zoals te zien in figuur 21 is met een simpele zoekopdracht het testgeval ‘EMC-TG-PARC’ terug te 
vinden in de Software Test Description ‘ASTRIS-ELEMENTCOMP-STD’. 
 
 
Figuur 21 'Testgeval EMC-TG-PARC'. Bron: ASTRIS-ELEMENTCOMP-STD. 
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De eisen EMC-IF-09 en EC-DATA-07 zijn zogenaamde componenteisen wat ook duidelijk uit de naam 
blijkt. Deze twee voorbeelden zijn ook eisen die zijn opgenomen in een Software Design Description. 
Ook hier blijkt een goede traceability gerealiseerd. De eisen zijn zoals te zien in figuur 22 opgenomen 
in de Software Design Description.  
 
 
Figuur 22 'Component requirements relatie met ontwerp'. Bron: Traceabilitymatrix project 
ASTRIS. 
 
Zoals in figuur 23 te zien zijn de eisen in het de betreffende Software Design Description door middel 
van een eenvoudige zoekopdracht terug te vinden. 
 
 
Figuur 23 'Component element service in SDD'. Bron: SDD  project ASTRIS. 
 
We zien dat er tracering mogelijk is tussen de Systeem eisen, software component eisen, ontwerp en 
de verschillende testgevallen. In figuur 24 zien we een ander voorbeeld waarbij ook de tracering naar 
een Interface Requirement Specification van belang is. In de eerste kolom zien we de eis zoals deze 
in de System/Subsystem Requirements Specification is opgenomen. In de rechterkolom zien we de 
Interface Requirements Specification eisen waaraan deze systeemeis is gerelateerd. Daaronder volgt 
dan ook één van deze eisen als voorbeeld die door middel van een zoekopdracht te vinden is in de 





Figuur 24 'Systeem eis ASTRIS-ROBU-6 & gerelateerde Interface eis I-BEH-ALGEMEEN-
ROBUUST-2'. Bron: ASTRIS-traceabilitymatrix & ASTRIS_NXA-BEHEER-IRS 
 
 
4.2 Resultaten analyse project ASTRIS 
 
ASTRIS draait om zeer bedrijfskritische processen. Hier is gebruik gemaakt van een standaard MIL-
STD-498 om de requirements te documenteren en traceability mogelijk te maken. ASTIS betreft 
volledig nieuwbouw en maatwerk. De Military Standard 498 is behoorlijk uitgebreid toegepast, dit 
kunnen we zien aan het feit dat uit elk onderdeel namelijk Planning, Specificatie, Ontwerp, Test en de 
Manuals en Software beschrijvingen gebruik gemaakt is van de Data Item Descriptions om de 
benodigde documentatie op te stellen. Dat er sprake is van een goede traceability blijkt wel uit het 
voorbeeld waarin een specifieke eis keurig te volgen is van specificatie tot test en vice versa. Als we 

























Figuur 25 'Traceability model project ASTRIS. 
 
 
Het conceptueel model kent de volgende relaties: 
 
 Statisfy – Requirements waarin wordt voorzien door een systeem of subsysteem. 
 Alllocated_to - Traceability van elk System requirement die toegewezen is aan die specifieke 
Subsystem Specification naar dat specifieke Subsystem requirement en aan Software 
Configuration item. 
 Depend_on – Subsystem requirement naar het systeem welke het adresseert. 
 Developed_for – Kwalitatieve methodes beschreven om te verifieren of aan de requirements 
is voldaan. (testing/inspection) 
 Performed_on – Traceability van elke test case in de STD naar het Systeem of het Computer 
Software Configurtation Item requirements die het betreft. Traceability van elke Systeem of 
Computer Software Configuration Item welke is opgenomen in een specifieke STD. 
 Adresses – Requirements traceability tussen de ontwerpen (database, software, interface) en 
de systemen en software configuration items die het systeem adresseert 




4.3 Project en domein BBMS 
Ten behoeven van het onderhoud aan het spoor wordt meetdata en videodata verzameld over de 
status van het spoor. Deze data wordt gebruikt door andere partijen voor het onderhoud aan het 
spoor. Vanuit de wens één centraal punt van dataverzameling en beheer te hebben waarbij ProRail de 
regie voert in de branche is de wens ontstaan om het Branche Breed Monitoring Systeem te 
ontwikkelen. Het project is aanbesteed en leidt tot een leverancier die het systeem met alle 
bijbehorende facetten zal gaan leveren. De insteek is vooralsnog dat ProRail alles zelf zal beheren.  
Het systeem voorziet dus in het opslaan, en categoriseren van data en beeldmateriaal, analyseren 
van data en beeldmateriaal, rapporteren en het ontsluiten van data en beeldmateriaal en analyses aan 
derde partijen. Dit systeem zal bestaan uit een standaard pakket met daarbij de nodige uitbereidingen 
specifiek voor ProRail. Ook zal gewerkt gaan worden met een webeditie waarvan ProRail de eerste 
zal zijn die hier gebruik van maakt. Deze is dan ook grotendeels voor ProRail ontwikkeld. Het project 
stelt geen hoge eisen aan beschikbaarheid en beveiliging. Wel is betrouwbaarheid en integriteit van 
de data zeer belangrijk. Er is sprake van complexe data waarop analyses worden gedaan. Deze 
analyses en de resultaten dienen nauwkeurig en correct te zijn. 
 
Omdat er sprake is van een standaard pakket en de webeditie door de leverancier ook als standaard 
pakket geleverd wordt is er sprake van ‘slechts aanvullend maatwerk’. Dat houdt in dat op een aantal 
punten ProRail additionele wensen heeft waarvoor software gebouwd en/of aangepast wordt. Voor 
deze onderdelen zijn Functioneel Ontwerpen opgesteld. Op basis hiervan bouwt de leverancier dit 
maatwerk. Voorbeeld van de inhoud van een dergelijk Funtioneel Ontwerp is ook opgenomen in 
Bijlage II. 
 
4.3.1 Requirements structuur BBMS 
In het project Branche Breed Monitoring Systeem (BBMS) is ervoor gekozen de opbouw van 
requirements als volgt in te delen. Men is begonnen met het onderscheid in functional en non-
functional om vervolgens daarbinnen weer een opsplitsing te doen in proces/activiteit, daarna volgt de 
indeling naar de structuur van MoSCoW. Wat op valt bij het project BBMS is dat de wijze van 
vastlegging volgens de eerder beschreven structuur geen onderscheidt maakt in het soort 
requirement. Elke soort requirement wordt op dezelfde wijze door de beschreven boomstructuur 
vastgelegd.  
Dit ziet er schematisch dus als volgt uit: 
 
Figuur 26 'Requirements structuur BBMS'. Bron:  
Kanttekening hierbij is wel dat wanneer je kritisch naar de requirements kijkt bijvoorbeeld niet alle 
requirements uit hoofdstuk 9 gedefinieerd kunnen worden als non-functionals. De structuur is dus niet 





Voorbeelden hiervan zijn: 
Het systeem biedt de mogelijkheid om meerdere gebruikers in een autorisatiegroep vast te leggen. De 
beheerder moet de autorisatie van een enkele gebruiker voor een nader te bepalen periode tijdelijk uit 
kunnen breiden onafhankelijk van de overige leden van de autorisatiegroep. 
 
Hier wordt namelijk beschreven wat het systeem moet doen en niet zozeer hoe het systeem dit moet 
doen. Het verschil tussen functionals en non-functionals. Hetzelfde geldt voor het volgende voorbeeld. 
 
Het systeem dient opgeleverd te worden met een online help functie. De online help functie dient in 
het Nederlands te zijn. Bronteksten van de online help dienen meegeleverd te worden zodat de 
beheerder deze kan aanpassen. 
Ook zijn de requirements niet SMART. Onder SMART verstaan we in dit onderzoek ‘Specifiek, 
Meetbaar, Acceptable, Realistisch en Tijdsgebonden’. Doel hiervan is dat de requirement helder, 
eenduidig en niet voor meerdere interpretaties vatbaar, geformuleerd is. 
 
Voorbeeld van een als zodanig geformuleerde eis kan zijn: 
 
“Het BBMS systeem biedt de mogelijkheid aan de rol ‘administrator’ om een onbeperkt aantal 
gebruikers op elk door de ‘administrator’ gewenst moment in een willekeurige in het BBMS systeem 
geconfigureerd autorisatiegroep op te nemen.” 
In bijlage II BBMS Requirements is te zien hoe de requirements documentatie er volgens deze 
structuur uitziet. 
4.3.2 Requirements tracebility project BBMS 
 
In het project BBMS is geen specifieke standaard gehanteerd en geen aandacht aan requirements 
traceability besteed. De requirements traceabiliity is zeer summier aanwezig doordat alle eisen 
genummerd zijn waarnaar verwezen wordt daar waar dit noodzakelijk werd geacht door de 
betrokkene. Indien er sprake was van veranderende eisen is een nieuwe versie van het pakket van 
eisen opgeleverd. De requirements zijn in tabellen in Word opgenomen, een vooraf bepaalde structuur 
van deze documenten is er niet. Wat er in dit document opgenomen moet worden is volledig naar 
eigen inzicht. Dit geldt ook voor de ontwerpdocumentatie zoals een Functioneel Ontwerp. De 
documenten zijn dan ook maar sporadisch voorzien van verwijzingen naar requirements. In het 
volgende voorbeeld is in een zeer beperkte mate traceability aanwezig. 
 
Pakket van Eisen BBMS 
In het pakket van eisen zijn alle eisen tekstueel beschreven, uitgewerkt in tabelvorm. 
 
Figuur 27 'Pakket van eisen BBMS'. Bron: PvE 1.0 BBMS. 
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Voor een aantal onderdelen is een functioneel ontwerp opgesteld. In dit functioneel ontwerp wordt dan 
verwezen naar de eis in het Pakket van Eisen of wordt deze in het functioneel ontwerp opgenomen. 
 
Functioneel ontwerp dekkingslagen BBMS 




Figuur 28 'Functioneel ontwerp BBMS'. Bron: FO dekkingslagen BBMS.  
De traceerbaarheid beperkt zich dus tot het verwijzen naar eisen uit het Pakket van Eisen door middel 
van de daar toegepaste nummering. Dit gebeurt alleen in de functioneelontwerpen die opgesteld zijn. 
 




Figuur 29 'BBMS requirement GIS Viewer'. Bron: PvE 1.0 BBMS. 
Requirement 4.2.8 is nauwelijks te herleiden tot het functioneel ontwerp dat is opgesteld. In figuur 30 
zien we een onderdeel van het functioneel ontwerp waarin enigszins een onderdeel van de 




Figuur 30 'BBMS functioneel ontwerp GIS Viewer'. Bron: Functionele Specificatie gisviewer 1.9 
 
4.4 Resultaten analyse project BBMS 
In het project BBMS zien we dat de opzet van requirements documentatie zeer beperkt is. Er is een 
Pakket van Eisen wat niet veel meer omvat dan een lange tabel met alle requirements opvolgend 
genummerd. Daarnaast is er enige ontwerpdocumentatie aanwezig in de vorm van Functioneel 
Ontwerpen. Hierin wordt de nummering gehanteerd die in het Pakket van Eisen is gehanteerd. Dat 
brengt een zekere vorm van traceability met zich mee. Testdocumentatie is niet of nauwelijks 
aanwezig (er zijn enkele testdocumenten op het vlak van de technische werking) en bevatten geen 
enkele verwijzing of relatie met andere documenten. Kortom als we de traceability van het project 







Figuur 31 'Traceability model project BBMS'. 
De relatie die dit model weergeeft is als volgt te definiëren: 
 
 Alllocated_to – Traceability van het Functioneel Ontwerp van een specifiek Subsysteem naar 
de requirement die aan dit ontwerp ten grondslag licht en vice versa. 
 
 
4.5 Project en domein SBG++ 
De treindienstleider maakt voor het leiden van het treinverkeer gebruik van het systeem 
Procesleiding (PRL). Dit systeem bevat o.a. een planscherm (een tabellarische weergave van 
planregels) en een spoorbezettinggrafiek (SBG, de weergave van de geplande bezetting van 
perronsporen). Met de nodige ervaring/expertise van de treindienstleider wordt hiermee 
bewaakt of het plan op orde is zodat indien nodig ingegrepen kan worden. 
 
Met het toenemen van het treinverkeer (zoals o.a. voorzien met de programma’s Hoog 
Frequent Spoor en ETMET) of het invoeren van nieuwe be/bijsturingconcepten (zoals bij 
Klantgerichte logistiek) dient ook de ondersteuning voor de treindienstleider aangepast en 
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verbeterd te worden. Hiervoor worden inmiddels eerste stappen gezet, zoals bij de 
ontwikkeling van PRL34. Ook een vernieuwde SBG moet hier een bijdrage aan leveren. 
 
Deze SBG++ moet voorzien in de volgende functionaliteit: 
- een goed werkende SBG, 
- plus de uitbreiding met meer sporen en tonen van samenhang tussen planregels 
- plus het initiëren van mutaties in het plan vanuit de grafische weergave. 
 
De huidige SBG in PRL is niet als basis voor een dergelijke ontwikkeling geschikt. Deze kent 
namelijk van meet af aan al een aantal tekortkomingen. Tevens is de mogelijkheid tot uitbreiden en 
herstellen van fouten in de huidige SBG ontoereikend geworden. In ieder geval is de huidige ICT 
infrastructuur achter PRL niet geschikt (meer) voor het ontwikkelen van de benodigde 
functionaliteit/grafische oplossingen. Nodig is daarom de ontwikkeling van een SBG++ met voor PRL 
nieuwe technologie. Behalve een functionele sprong voorwaarts brengt het SBG++ project dan ook 
een eerste stap in de vervanging/modernisering van de PRL omgeving door een onderdeel van PRL 
(de SBG) overbodig te maken. Met deze vernieuwing ontstaat weer een onderdeel/product (de 
SBG++) waarmee aan toekomstige wijzigingen gehoor kan worden gegeven. SBG++ 1.0 wordt 
ontwikkeld via de Scrum methode. Daarbij worden requirements niet vooraf opgesteld, maar tijdens de 
bouw. De SRS is daarom een document dat meegroeit met de gebouwde software. Wat in dit 
document staat is dus ook daadwerkelijk gebouwd.  
 
De primaire rol van dit document is het onderhoud van de software. Er is gedocumenteerd welke 
eisen ten grondslag liggen aan de software, zodat men bij onderhoud daarop kan terugvallen. Dit 
document heeft nog een tweede rol: het geeft ook aan waarom een requirement nuttig is, en waarom 
bepaalde keuzes zijn gemaakt.  
 
Systeemoverzicht 
SBG++ vervangt het huidige SBG. SBG is het deelsysteem van Procesleiding Rijwegen dat de 
spoorbezettinggrafiek toont, op basis van het actuele plan. SBG++ 1.0 is read-only: het plan wordt 
getoond, maar de gebruiker kan het plan niet wijzigen. In latere versies van SBG++ wordt de 
mogelijkheid om het plan te wijzigen toegevoegd. Naast spoorbezettingen toont SBG++ ook rijwegen. 
Daarmee krijgt de gebruiker inzicht in de route die treinen afleggen voor en na een spoorbezetting. 
Waar in dit document over SBG++ wordt gesproken wordt SBG++ 1.0 bedoeld.  
 








SBG++ heeft een relatie met: 
 De treindienstleider. 
 De postbeheerder.  
 De planservice.  
 Infraconfiguratiefabriek.  
 
De treindienstleider is de primaire gebruiker van SBG++.  Het geeft de treindienstleider inzicht in 
wanneer welk spoor door welke trein wordt bezet. Wanneer in dit document gesproken wordt over de 
gebruiker wordt daarmee de treindienstleider bedoeld.  
 
De postbeheerder kan SBG++ configureren. Hij bepaalt (via de sporenkaarten) welke sporen worden 
getoond in SBG++. Daarnaast kan hij een (beperkt) aantal configuratieparameters instellen.  
 
De planservice levert de informatie die SBG++ nodig heeft om spoorbezettingen en rijwegen te tonen. 
Alle informatie die de planservice levert is volgens plan. Dit kan afwijken van de uitvoering.  
 
De infraconfiguratiefabriek levert de beschrijving (in xml vorm) van de railinfrastructuur voor zover 
nodig voor SBG++.  
 
 
4.5.1 Requirements structuur SBG++ 
Het project SBG++ richt zich op het gebied van procesleiding. 
Er is gebruik gemaakt van SCRUM als ontwikkelmethodiek en van de Military Standard 498. Middels 
SCRUM wordt gewerkt met cycles (sprints) van 3 weken. De keuzes voor deze methodes zijn 
organisatie (beleidsmatig) gedreven vanuit de afdeling procesleiding. Er is gebruik gemaakt van User 
Stories omdat dit gebruikelijk is bij het toepassen van SCRUM.  
 
SBG++ maakt gebruik van de Miliary Standard 498 en enkele daardoor aangeboden Data Item 
Descriptions. Zo heeft men o.a. een Operational Concept Dscription, een Software Requirements 
Specificatie en een System/Subsystem Design Description opgesteld. Waar dit mogelijk werd geacht 
zijn documenten en inhoud gecombineerd.   
 
Project documentatie 
De documentatie wordt opgesteld tijdens de bouw. De bouw van SBG++ is een Scrum traject, waarbij 
User Stories worden gebruikt om de requirements te beschrijven. De Software Requirements 
Specificatie SBG++ 2.0  bundelt alle User Stories, en bevat ook extra informatie zoals design 
decisions, achtergrondinformatie enz. Daarbij wordt het oorspronkelijke User Story nummer gebruikt. 
Deze zijn herkenbaar aan de prefix US. In deze Software Requirements Specificatie zijn de 
functionele requirements beschreven in meerdere hoofdstukken. Dit is gedaan omdat deze Software 
Requirements Specificatie veel meer functionele requirements bevat dan overigen. Alle overige 
requirements staan in hoofdstuk 8, volgens de indeling die voor een SRS gebruikelijk is.  
 
Het Software Requirements Specification SBG++ 2.0 bevat geen lege paragrafen. (Lege paragrafen 
zijn paragrafen waarbij expliciet wordt vermeld dat er over het betreffende onderwerp niets te melden 
valt.)  Sommige van de genoemde features zijn nog niet daadwerkelijk gebouwd. Ze staan wel in dit 
document omdat ze waarschijnlijk binnenkort gebouwd gaan worden. Ze zijn voorzien van de 
annotatie @NOTYET, om ze makkelijk te kunnen vinden.  
 
Om een beeld te geven van hoe het e.e.a. aan requirements documentatie er uitziet is in bijlage III 
‘Requirements SBG++ een aantal voorbeelden opgenomen. 
 
 
4.5.2 Requirements traceability SBG++ 
Het project SBG++ pretendeert de Military Standard 498 te hanteren, echter als we kritisch naar de 
project documentatie kijken zien we dat aan de invulling van de benodigde documentatie volgens 
deze standaard niet is voldaan.  
 
Op een aantal punten is sterk afgeweken van wat de standaard voorschrijft. Eisen zijn niet concreet 
geïdentificeerd maar hebben vaak alleen een verwijzing naar een Use Case nummer. De 
45 
 
hoofdstukken die aandacht aan traceability besteden zijn niet of niet afdoende ingevuld. In de 
Software Requirements Specification treffen we dus requirements in de vorm van Use Cases. Als we 
met behulp van de identificatie die hieraan gegeven is, een zoekopdracht geven in bijvoorbeeld de 
Interface Requirements Specification of System/Subsystem Design Description, vinden we geen 
resultaat. Het traceren van de requirements blijkt dus moeilijk. 
 
Software Requirements Specification 
In de Software Requirements Specification zijn de User Stories voorzien van een identificatie op de 
wijze zoals te zien is in figuur 33. We zien hier User Storie US039. De prefix US wordt gehanteerd 
voor User Storie en daaropvolgend wordt een oplopende nummering gehanteerd. Opvallend genoeg 
wordt deze alleen gebruikt in een index in dat zelfde document om aan te geven waar welke User 
Storie terug te vinden is. Dit is niet opgesteld zoals de Military Standard in de Data Item Description 
van een Software Requiremens Specfication omschrijft. 
 
Voorbeeld van een specificatie in de SRS: 
 
 
Figuur 33 'Voorbeeld Software Requirements Specificatie wijze van User Stories Identificatie' 
Bron: SRS SBG++. 
Ook valt nogal wat aan te merken op de wijze waarop de User Stories zijn gebruikt om de 
requirements in het SRS op te stellen. De Military Standard geeft, weliswaar kort, aan dat de 
requirements zo opgesteld dienen te worden dat de requirements testbaar zijn. De mate van detail bij 
de requirements moet er vooral opgericht zijn dat het de condities beschrijft waarop de oplevering van 
de requirements wordt geaccepteerd. Als we naar bovenstaand voorbeeld kijken dan heeft deze User 
Storie meer weg van een gebruikershandleiding dan van een concrete Requirements Specificatie. 
 
In de andere requirement documentatie zoals de Interface Requirements Specification, Software 
Design Description of Interface Design Description wordt een ander soort een identificatie gehanteerd. 
Deze is niet gelijk aan die van de Software Requirements Specification. Er is dus geen tracering 
tussen de verschillende soorten specificatie en ontwerp documentatie. Daardoor is de  traceability 
zoals deze wordt geadviseerd vanuit de Military Standard 498 niet aanwezig. Het volgende voorbeeld 
illustreert dit door de User Storie US039 beschrijving uit de Software Requirements Specification te 
traceren. Er zijn geen verwijzingen opgenomen in de specificatie en ontwerpdocumentatie naar de 
Software Requirements Specification, er is geen andersoortige relatie gelegd en een overkoepelende 
traceability matrix ontbreekt. Daarom kan niet gezocht worden doormiddel van een zoekopdracht. We 
hebben dan ook geprobeerd door de ander documentatie door te lezen tekstuele overeenkomsten te 
zoeken waarbij het aannemelijk lijkt dat er een relatie is met de requirements US039 uit de Software 
Requirements Specification. Dit is niet gelukt waarmee aangetoond wordt dat de traceability niet 
aanwezig is.  
 
Dezelfde tracering is uitgevoerd met nog een requirement. In dit geval betreft het de requirement 
US245 uit de Software Requirements Specification, zie figuur 34.  
 
Interface Requirements Specification 
Omdat er geen verwijzingen opgenomen zijn in de Interface Requirements Specification naar de 
Software Requirements Specification of een andersoortige relatie is en een overkoepelende 
traceability matrix ontbreekt kan niet gezocht worden doormiddel van een zoekopdracht.Door op basis 
van interpretatie van beschrijvingen en hoofdstuk indelingen door het documenten te bladeren stuiten 
we op de requirement ‘I-CONSVOLGNR-4 waarvan we vermoeden dat deze gerelateerd is aan User 
Storie US 245. Dit is slechts een vermoedde op basis van eigen interpretatie. Van goede traceability is 




Figuur 34 'Voorbeeld identificatie User Stories in SRS en requirements in IRS'. Bron: SRS & IRS 
SBG++. 
System/Subsystem Design Description 
Vanuit de System/Subsystem Design Description wordt verwezen op documentniveau naar de 
gerelateerde interface beschrijvingen. Dit is echter alleen een verwijzing naar een document. De 
systeem requirements op zichzelf zijn niet voorzien van een identificatie en niet gelinkt aan de 
interface requirements in de Interface Requirments Specification. 
 
Software User Manual Description (SUM) 
Opvallend genoeg is er wel sprake van traceability door middel van de nummering van User Stories 
naar de Software User Manuel description. In de Software User Manuel zijn namelijk een aanal User 
Stories verwerkt als uitleg. Hierover zeg de Military Standard 498 niets.  
 
4.6 Resultaten analyse project SBG++ 
SBG++ is niet bedrijfskritisch maar wel zeer belangrijk voor de ondersteunende taken van 
Procesleiding en heeft complexe relaties met andere projecten. De functionaliteit is bij SBG++ erg 
belangrijk en de gebruikers betrokkenheid staat hoog in het vaandel. Het project heeft getracht de 
Military Standard 498 toe te passen. Echter zoals in paragraaf 4.3.5 zichtbaar is gemaakt is het 
traceren van de requirements tussen documentatie niet mogelijk. Als oorzaak wordt gegeven het feit 
dat bijvoorbeeld de System Requirements Specificatie door meerdere personen is geschreven en de 
opzet gemaakt zou zijn door iemand met eigen opvattingen over een System Requirements 
Specificatie.  
 
Ook maakt SBG++ geen gebruik van een overkoepelende traceability matrix of een ander document 
dat de relaties inzichtelijk maakt. De standaard is dus slecht gevolgd want de leidraad in de Data 
Document Descriptions (DID’s) zijn niet of nauwelijks opgevolgd. Er is dan ook geen sprake van 
traceabiliity anders dan de ‘eigen’ gecreëerde traceability van de System Requiements Specificatie 
naar de Software Users Manual. Als we dit in een conceptueel model weergeven ziet de requirements 














Figuur 35 'Traceability model project SBG++'. 
Het conceptueel model omvat de volgende relaties:  
 
 Depend_on – Subsystem requirement naar het systeem welke het adresseert. 
 Described_in – Summiere verwijzing naar het document waarin de requirements van de aan 
het betreffende systeem of subsysteem gerelateerde interface zijn beschreven. 
 Index – Nummering en indexering van Use Stories. 




4.7 Project en domein Routelint 
De cultuur van de wereld van railverkeer wordt van oudsher gekenmerkt door rationaliteit, 
hiërarchie en discipline. Binnen dit beeld past dat verkeersmanagement in eerste plaats op 
planning berust. Voor operationeel verkeersmanagement betekent dit dat de conflicten zo veel 
mogelijk van tevoren bij het maken van de dienstregeling worden opgelost. Het treinpersoneel 
krijgt de dienstregeling als het ware als “order” mee en wordt geacht deze strikt uit te voeren 
(met andere woorden op tijd te rijden). Indien de uitvoering van een trein te veel gaat afwijken 
van de planning, vindt er een herplanning plaats. 
 
De systemen die beschikbaar zijn voor de treindienstleiders hebben tot doel de infra veilig en 
efficiënt toe te kennen aan de gebruikers. Deze systemen bieden hen de mogelijkheden de 
infra te bedienen en te borgen, zodat de gebruikers er veilig toegang tot hebben. Deze taak van 
de treindienstleiders moet zoveel mogelijk planmatig geschieden om een hoger en landelijk 
consistent kwaliteitsniveau te bereiken. Tevens moet op de bestaande railinfrastructuur meer 
treinverkeer met een bepaalde hoeveelheid treindienstleiders verwerkt kunnen worden. Ook moeten 
bediengebieden flexibel toegewezen kunnen worden om in stille tijden met minder personeel 
toe te kunnen. De systemen die de machinisten ter beschikking staan, hebben tot doel hen in staat te 
stellen veilig te rijden, de opdrachten van de beveiliging op te volgen en daarbij zo veel mogelijk 




Behoefte aan een “nieuw” communicatiemedium 
Er is behoefte aan een “nieuw” communicatiemedium voor het ter beschikking stellen van 
informatie, aangezien de huidige communicatiemiddelen moeilijk uitbreidbaar zijn met nieuwe 
informatie. Onderbouwing daarvoor: 
 
- Infra/ seinen/ ATB: nieuwe/ extra seinen zijn zeer kostbaar en beperkt in de hoeveelheid 
                informatie die kan worden overgestuurd. 
 
- GSM-R: telefonische communicatie wordt ongeschikt geacht om te voorzien in de 
betreffende informatiebehoefte (foutgevoelig en niet effectief). 
 
“Nieuw” communicatiemedium past in omgeving 
Het “nieuwe” communicatiemedium kan in lijn worden gebracht met gerelateerde 
ontwikkelingen in omgeving van machinisten: 
 
- IAM/ TSB: Bij machinisten van NS Reizigers wordt op het scherm van de Railpocket (PDA 
die o.a. door machinisten van NSR gebruikt worden) momenteel ook het TSB-scherm 
(Tijdelijke SnelheidsBeperkingen) en het dienstkaartje getoond. De nieuwe HSM-informatie 
moet op termijn bij voorkeur geïntegreerd met de TSB-informatie en het dienstkaartje 
weergegeven kunnen worden. Het betreft hier alleen de mogelijkheid tot een geïntegreerde 
weergave, overige onderdelen dienen onafhankelijk van deze informatievoorziening te worden 
gerealiseerd (zoveel mogelijk ontkoppeling van processen buiten de scope van HSM). 
 
- Bij sommige vervoerders leeft de behoefte om op het scherm van de PDA ook “eigen” 
informatie te kunnen tonen. 
 
- In de toekomst wil men de HSM-informatie (net als bovengenoemde informatie) integreren 
in de toekomstige schermen van de stuurtafel in de cabine. 
 
Het zal opvallen dat ook vaak de term OOGST wordt gehanteerd. OOGST staat voor Oog Op het 
Spoor en Trein. Routelint is een onderdeel van de verzameling systemen die de scope van OOGST 
vormen. Vandaar dat deze naam soms gehanteerd zal worden in documentatievoorbeelden. 
 
4.7.1 Requirements structuur Routelint 
Het project Routelint hanteert de Military Standard 498 als documentatiestandaard. Het heeft  gebruik 
gemaakt van de Data Item Description van de standaard om invulling te geven aan de specificatie en 
ontwerpdocumentatie. Het project omvat bijvoorbeeld een Operational Concept Description, een 
System/Subsystem Specification, Software Requirement Specifications, System/Subsystem Design 
Description, Interface Design Descriptions. 
 
In het OCD worden de huidige situatie, wijzigingen, operationele concept voor het nieuwe systeem en 
de gevolgen van het nieuwe systeem beschreven. In de System/Subsystem Specification worden de 
eisen op het hoogste niveau beschreven. Deze zijn voorzien van een identificatienummer dat is 
opgebouwd uit een categorie waar de eis onder valt zoals ‘Algemeen’ (ALG) of ‘Rijden met Routelint’ 
(RMR) en een opvolgend nummer. Deze identificatie wordt door alle documentatie heen gebruikt. Dit 
hoeft overigens niet te betekenen dat de requirement achter een identificatie altijd hetzelfde zal zijn. 
Om dit te traceren is een traceability matrix opgenomen in de documenten.  
 
Om een beeld te geven van hoe het e.e.a. aan requirements documentatie er uit ziet bij het project 
Routelint is in bijlage IV ‘Requirements Routelint’ een aantal voorbeelden opgenomen. 
 
4.7.2 Requirements traceability Routelint 
Routelint maakt gebruik van de ontwikkel- en documentatiestandaard Military Standard 498. Dit is ook 
duidelijk herkenbaar in de opbouw van de documenten zoals de Software Requirements Specificatie. 
Het document bevat precies de opbouw en inhoud zoals deze in de Data Item Description is 
beschreven.  
 
We nemen in de systeem specificatie ‘OOGST-SSS-040 ‘een eerste requirements om te traceren. Het 
betreft requirement RMR.CD.2. Als we vervolgens willen weten tot welke software requirements deze 
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requirement leidt openen we de Software Requirements Specification ‘OOGST-DST-SRS-030-
renvooi’ en zoeken we op ‘RMR.CD.2’. We komen dan bij de traceability tabel die in het daarvoor 
bestemde hoofdstuk is opgenomen, zie figuur 37. Daar zien we dat de requirement ‘RMR.CD.2’ 
gerelateerd is aan diverse software requirements en vice versa. 
 
Figuur 36 'Traceability System Requirements & Software Requirements Routelint. Bron:  
OOGST-SSS-040.pdf & OOGST-DST-SRS-030-renvooi.pdf Routelint. 
Vervolgens doen we eveneens een zoekopdracht in het ontwerp en komen we een vergelijkbare 
traceability matrix tegen. In deze matrix zien we dat deze requirement van toepassing is op de 
Software CI ‘Routelint Gebiedgebonden’, zie figuur 37 (rode omlijning). 
 
Figuur 37 'Requirement RMR.CD.2 gerelateerd aan Software CI'. Bron: Routelint SSDD. 
 
Ook in de Interface Requirements Specificatie is een traceability matrix opgenomen. Dit blijkt als we 
hier een zoekopdracht doen naar de requirement ‘RMR.CD.2’. Op basis van deze matrix weten we 
welke requirement in de Interface Requirement Specification relevant is, zie figuur 38. Het blijkt te 





Figuur 38 'Requirement RMR.CD.2 gerelateerd aan Interface Requirements'. Bron: IRS project 
Routelint 
 
Als we naar de Software Requirements Specificatie ‘RMR-HHT-SRS-030’ kijken dan zien we dat er 
keurig een hoofdstuk geweid is aan de traceability van de requiements. 
 
In dit hoofdstuk wordt gewerkt met en aantal tabellen waarin de specificaties worden gekoppeld aan 
de requirement in de System/Subsystem Specification. Onderstaand voorbeeld illustreert dit mooi. 
De eerste afbeelding toont de requirement in de Software Requiements Specification. 
 
Figuur 39 "Requirements Specificatie Routelint". Bron: SRS project routelint. 
 
De Software Requirements Specification ‘RMR-HHT-SRS-030.pdf’ bevat in hoofdstuk vijf een tabel 
ten behoeven van de traceerbaarheid. Hierin is precies te zien aan welke bovenliggende eis in de 





Figuur 40 "Traceability tabel SRS Routelint" Bron: SRS project routelint. 
 
System/Subsystem Specification 
Als we de System/Subsystem Specification ‘OOGST-SSS-040’ er op naslaan treffen we daar de op de 
aangegeven identificatiecode gerelateerde eis aan. 
 
Figuur 41 "Aan Software Requirements Specificatie gerelateerd eis". Bron: SSS project 
Routelint. 
System/Subsystem Design Description 
In de System/Subsystem Design Description treffen we eveneens dezelfde identificatiecode aan. Ook 
van specificatie naar ontwerp is requirements traceability duidelijk gewaarborgd. 
 
Figuur 42 "Ontwerp SSDD gerelateerd aan requirement EI.GEBR.1”. Bron: SSDD project 
Routelint. 
 
In de System/Subsystem Design Description wordt in het hoofdstuk voor requirements traceability de 
link gelegd tussen de requirement uit de System/Subsystem Specification en deze System/Subsystem 





Figuur 43 "Traceability in SSDD gerelateerd aan eis EI.GEBR.1". Bron: SSDD project Routelint. 
 
Ook de traceerbaarheid naar testdocumentatie is in project Routelint is geborgd. Als we de  Software 
Test Description erop naslaan vinden we keurig een traceability matrix waarin de eis ‘EI.GEBR.1’ 
gerelateerd wordt aan de testgevallen. Zie figuur 44. 
 
 
Figuur 44 'Eis EI.GEBR.1' gerelateerd aan testgevallen. Bron: OOGST-P210-DST-OFE-STD-IT 
 
 
We zien in figuur 44 de koppeling tussen de eis ‘EI.GEBR.1’ en de paragraaf waar het gerelateerde 
testgeval wordt beschreven. De afkorting OPO staat voor ‘OOGST P21 Ontsluiting’, OD staat voor 
‘OOGST diensten’ en HHT ‘Hand Held Terminal’. 
 
Voorbeeld van een testgeval zien we in figuur 45. We zien daar een testbeschrijving waarin 





Figuur 45 'Testgeval gerelateerd aan EI.GEBR.1'. Bron: OOGST-P210-DST-OFE-STD-IT 
 
 
4.8 Resultaten analayse project Routelint 
Routelint heeft zeer nauwgezet de Data Item Descriptions van de Military Standard 498 gevolgd. De 
requirements zijn te traceren door specificaties, ontwerpen en testdocumentatie. Er is een unieke 
identificatie gehanteerd die overal terugkomt. 
 
Kanttekening is wel dat gezien de hoeveelheid verschillende onderdelen een overkoepelende 
traceability matrix zoals we die bij project ASTRIS zagen de traceability verbeterd zou hebben.  
 
In figuur 46 zien we de requirements traceability zoals deze in project Routelint is gerealiseerd in een 























Figuur 46 'Traceability model project Routelint'. 
 
Het conceptueel model omvat de volgende relaties: 
 
 Statisfy – Requirements waarin wordt voorzien door een systeem of subsysteem. 
 Alllocated_to - Traceability van elk System requirement dat toegewezen is aan die specifieke 
Subsystem Specification naar dat specifieke Subsystem requirement en aan Software 
Configuration item. 
 Depend_on – Subsystem requirement naar het systeem welke het adresseert. 
 Interface_with – Requirements betreffende een specifiek Subsystem. 
 Developed_for – Kwalitatieve methodes beschreven om te verifiëren of aan de requirements 
is voldaan. (testing/inspection) 
 Performed_on – Traceability van elke test case in de STD naar het Systeem of het Computer 
Software Configurtation Item requirements die het betreft. Traceability van elke Systeem of 
Computer Software Configuration Item welke is opgenomen in een specifieke STD. 
 Adresses – Requirements traceability tussen de ontwerpen (database, software, interface) en 
de systemen en software configuration items die het systeem adresseert 






4.9 Project en domein RRCB 
Met de introductie van het Prestatie Gericht Onderhoud of ook wel PGO-contract in 2008 is een 
verandering ingezet, waarbij ProRail het uitbesteedde kleinschalig onderhoud aanstuurt en betaalt op 
basis van de geleverde prestatie. Met het PGO-contract is tevens een uniform 
contractbeheersingsproces ingevoerd, waarbij de verantwoordelijkheden voor de beheersing van de 
risico’s helder zijn belegd. De systematiek voor de contractbeheersing maakt gebruik van en ziet toe 
op de kwaliteitsbeheersing van de opdrachtnemer (PCA). Dit toezicht is gebaseerd op een risicoprofiel 
dat per contract kan verschillen. De wijze waarop de contractbeheersing door ProRail plaatsvindt is 
uniform, de uitvoering ervan is afhankelijk van de aanwezige risico’s binnen een bepaald contract. 
Periodiek wordt aan de hand van de risico’s een toetsplan opgesteld om voor een opvolgende periode 
de toetsingen vast te leggen. De rol van een tracéteam (bestaande uit een tracémanager, 
risicomanager (assistent tracémanager), een hoofdtoetser, meerdere toetsers en een auditor) is het 
door middel van toetsingen toezien op de mate waarin de PCA zijn verplichtingen nakomt. Deze 
toetsingen vinden plaats op verschillende niveaus: van het kwaliteitssysteem (systeemtoetsen) via het 
keuringsproces (procestoetsen) tot de infra-producten (producttoetsen). De uitkomsten van de 
toetsingen zijn input voor het vaststellen van de rechtmatige maandelijkse prestatiebetaling. Deze 
stappen vormen tezamen de continue regelkring zoals aangegeven in figuur 47. 
 
 
Figuur 47 "Regelkring PGO-contract". Bron: Project Start Architectuur RRCB. 
 
In de nieuwe situatie moeten de gebruikers ondersteund worden door adequate tooling voor het totale 
contractmanagementproces, dus vanaf het tekenen van het contract tot en met het afgeven van de 
prestatieverklaring. Het PGO-contract is ten opzichte van de voorgaande contractvorm veel zakelijker 
ingestoken: het wordt aanbesteed en de onderhoudsaannemer heeft meer verantwoordelijkheid 
omdat hij wordt afgerekend op de prestatie van de infrastructuur met een vooraf vastgesteld 
maandbedrag. De onderhoudsaannemer moet aantonen dat hij aan de gestelde eisen voldoet. Aan de 
hand van in het contract vastgestelde regels kunnen inhoudingen, kortingen, bonussen en malussen 
opgelegd worden. Voor elk contract worden risico’s geïdentificeerd met de daaruit voortvloeiende 
gevolgen voor ProRail, waarvoor door de PCA beheersmaatregelen getroffen dienen te worden. Voor 
het toetsen van de beheersing van de risico’s door de PCA wordt ieder kwartaal door de hoofdtoetser 
een toetsplan opgesteld. De toetsen kunnen op verschillende niveaus plaatsvinden: van het 
kwaliteitssysteem van de PCA, de gebruikte processen en procedures tot en met het niveau van 
producten / infra-objecten, en combinaties daarvan.  
 
De geautomatiseerde systemen moeten de administratieve organisatie als volgt ondersteunen:  
 Bieden van voorzieningen om gemakkelijk en snel risico’s te verwerken in een toetsplan.  
 Toetsresultaten registreren en deze koppelen aan het betalingsproces.  
 Het vaststellen en opvolgen van afwijkingen.  
 Bieden van mogelijkheden om verschillende overzichten zowel regionaal als landelijk te 





4.9.1 Requirements structuur RRCB 
Het project RRCB is gestart als samenwerking van ProRail en Rijkswaterstaat. Omdat de Military 
Standard 498 een standaard is die door Rijkswaterstaat wordt gehanteerd is ook bij RRCB met deze 
standaard van start gegaan. Echter in een later stadium is de samenwerking beëindigt en heeft men 
de standaard slechts summier toegepast. Dit omdat in de beleving van de betrokkenen de standaard 
erg veel ‘onnodig’ papierwerk met zich mee bracht. 
 
High level business requirements zijn vastgelegd in tabellen waarbij word aangegeven wat de 
requirement is, wie de stakeholder is, of de huidige applicatie voorziet en wat het gevolg zal zijn. De 
requirements zijn voorzien van een nummer. De high level business requirements zijn nader 
uitgewerkt tot Use Cases. Daarnaast zijn een System/Subsystem Specification en een Interface 
Requirements Specification opgesteld. 
 
Om meer inzicht te geven in deze vastlegging van requirements bij het project RRCB zijn enkele 
voorbeelden opgenomen in bijlage V ‘Requirements RRCB’. 
 
4.9.2 Requirements traceability RRCB 
In dit project blijken slechts een SSS en IRS op de Military Standard 498 gebaseerd.  
Als we een tweetal requirements van het project RRCB proberen te traceren ziet dat er als volgt uit. 
 
High level requirements 
In RRCB is men van start gegaan met het vastleggen van de high level business requirements. Deze 
vastlegging is gedaan in tekstuele vorm in een tabel. Uit deze tabel pakken we een High Level 
Requirement. 
 
Figuur 48 'High level requirement RRCB'. Bron: High Level Requirements RRCB versie 13 okt. 
 
De eerste high level requirement is het kunnen vastleggen van PGO contract afspraken. De high level 
requirements zijn vervolgens uitgewerkt in Use Case modellen en uitgesplitst naar meer specifieke 
requirements. We bekijken of deze terug te vinden is in de Use Case documenten die zijn opgesteld. 
 
 
Use Case modellen 
In eerste instantie kan niet op basis van een nummering of ander soort unieke identificatie de 
betreffende eis terug gevonden worden in de Use Case documentatie. Echter met behulp van een 
zoekopdracht op ‘PGO’ kan de eis wel teruggevonden worden. Het blijkt dat de eis is opgenomen als 





Doel Vastleggen contractafspraken PGO zodat prestatieverklaring conform afspraken wordt 
opgesteld. 
Omschrijving Voer kenmerken van contract in, zoals duur, ingangsdatum, betaalposten, 
betaalposttermijnen, vaste mutanten,startdata  van overgang contractgebieden. 
Trigger Getekend PGO contract 
Preconditie Opdrachtnemergegevens zijn vastgelegd (SAP) 
Postconditie Contractgegevens en afspraken zijn vastgelegd. 
Requirements 1.1. Het moet mogelijk zijn om PGO contractafspraken vast te leggen in het systeem 
1.2. Ieder contract heeft een contractbeheerder en een contracteigenaar (opdrachtgever), in 
het systeem worden contactgegevens over deze personen vastgelegd 
1.3. Een contract heeft een opdrachtnemer; de contactgegevens zijn inzichtelijk   
1.4. Een contract gaat over een onderhoudsgebied, de SAP code is inzichtelijk 
1.5. Per contract kunnen contactpersonen en hun rollen opgevoerd worden. 
1.6. Contractgegevens mogen alleen door actor Controller worden ingevoerd, gewijzigd of 
verwijderd worden. 
1.7. Lopende contracten kunnen niet verwijderd worden en alleen bepaalde velden kunnen 
nog gemuteerd worden 
1.8. Mutaties van contractgegevens moeten traceerbaar zijn en voorzien van 
verantwoording 
1.9. Gemaakte fouten moeten te hersteld zijn (beheerst), gelogd zijn( traceerbaar, verantw 
bv. teamleider of controller. 
1.10. Afspraken over maandelijkse inhouding/vergoeding worden in het systeem vastgelegd 
met ingangsdatum conform Art 9.1 t/m 9.7 : 
1.11. Wijzigingen op betalingsafspraken gedurende de contractperiode is mogelijk. Daarbij 
wordt een ingangsdatum vastgelegd zodat het achteraf herleidbaar is per wanneer en 
door wie vastgelegd. 
1.12. Bij een vaste mutant (uit Artikel 9.1 – 9.7) wordt een percentage opgevoerd welke 
invloed heeft op de betalingen richting opdrachtnemer. Dit is ter informatie; de 
berekening vindt buiten het systeem plaats. 
1.13. Een vaste mutant kent een tijdelijke mutant per maand; Dit is het percentage dat de 
betaling bepaald aan de hand van de prestaties van de opdrachtnemer.  (verdere 
uitwerking UC 12) 
1.14. Inzicht in de wijzigingen van vaste mutanten per contract incl. ingangsdatum 
1.15. Signaal bij aanbreken Toetsmoment en betaalmoment. (nice to have: verdere uitwerking 
nodig) 
1.16. Na accorderen PV en na betaling mogen bedragen niet meer te muteren zijn in RRCB, 
aansluiting op bedragen in SAP 
1.17. Inflatiecorrectie moet in contract opgenomen kunnen worden 
 
Figuur 49 'Use Case model RRCB' Bron: UseCasemodel en Business Requirements RRCB. 
 
System/Subsystem Specifiation 
In het project RRCB is een System/Subsystem Specification opgesteld. Deze voldoet niet volledig aan 
wat de Military Standard 498 vraagt. Er ontbreken hoofdstukken waaronder die van traceability. Wel 
zijn keurig alle eisen in hoofdstuk 3 opgenomen zoals de Data Item Description voor een 
System/Subsystem Specification uit de Military Standard 498 vereist. Deze zijn opgenomen of in tabel 
vorm of als Use Case. De requirement die we in dit voorbeeld volgen is in de System/Subsystem 
Specification uitgewerkt in tabel vorm. 
 
Ook hier geldt dat de eis niet te vinden is op basis van een unieke identificatie. De nummering die hier 
gehanteerd wordt wijkt namelijk weer af van die in het overzicht met High Level Business 
requirements en ten opzichte van de Use Case documentatie is weer een extra ‘sub’ niveau met 
nummering toegevoegd. De specificatie wordt dus wel volgens Use Case nummering weergegeven, 





Figuur 50 'Requirement in SSS' Bron: RRCB SSS 1.0 
Als tweede voorbeeld is een andere High Level Requirement getraceerd namelijk High Level 
Requirement 14. Zie figuur 51. 
 
 
Figuur 51 'High Level Requirement 14 RRCB'. Bron: High Level Requirements RRCB. 
 
Het blijkt echter dat in de verschillende Use Cases deze eis niet als zodanig terug te vinden is. 
Wellicht zal deze er wel in verwerkt zijn maar op basis van nummering of onderwerp is deze niet terug 
te vinden. Voorbeeld van een Use Case die betrekking heeft op de ‘Afwijking’ die in de eis in figuur 51 
genoemd wordt is terug te zien in figuur 52. Het lijkt aannemelijk dat de in het rood omcirkelde eis 
waaraan gerefereerd wordt, in de Use Case de High Level Requirement veertien betreft. Echter een 
directe relatie is niet te leggen. 
 
Figuur 52 'Use Case 9 RRCB'. Bron: Use Case model en Business Requirements RRCB. 
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De requirements in deze voorbeelden hebben geen relatie met de interfaces die het systeem heeft. 
Daarom zullen deze eisen niet terug te vinden zijn in de Interface Requirement Specification. Echter 
na verscheidene zoekopdrachten in zowel de Use Case documentatie als in de Interface 
Requirements Specificatie is het niet gelukt een relatie te leggen tussen de requirements. Zoals in 
figuur 53 te zien is zijn de eisen in de Interface Requirements Specificatie wel voorzien van een 
identificatie. Deze blijkt volledige los te staan en daarom is niet na te gaan of er eisen uit de High 
Level Requirements en/of Use Cases gerelateerd zijn aan de Interface Specificaties. 
 
 
Figuur 53 'Interface eisen RRCB'. Bron: IRS RRCB. 
 
In deze analyse van de requirements documentatie in project RRCB viel wel op dat er een matrix 
bestond die de relatie in kaart brengt tussen de Use Cases en betrokken stakeholders. Dit draagt wel 





Figuur 54 'Stakeholders Use Cases project RRCB’. Bron: Key users RRCB per usecase.docx 
 
4.10 Resultaten analyse project RRCB 
In project RRCB was men voornemens de Military Standard 498 te gaan volgen. Uiteindelijk is men 
hiervan afgeweken en is dus ook niet de Data Item Descriptions gevolgd. Alleen een SSS en IRS zijn 
opgesteld. Van het werken volgens de standaard is dus nauwelijks sprake. In het project is vrijwel 
geen traceability mogelijk. Opvallend genoeg is wel aandacht besteed aan het vastleggen van het 
ontstaan van de requirements door vast te leggen welke key users betrokken zijn geweest bij het 
opstellen van een Use Case. 
 
Wat bij het traceren van requirements in project RRCB direct op valt is dat de nummering overal 
afwijkend is. Ook is de formulering en opbouw steeds afwijkend. Wel zijn de requirements genummerd 
en gekoppeld aan een Use Case. Er wordt geen traceability matrix toegepast. Door middel van de 
tabel met stakeholders uit figuur 54 is wel weer te traceren hoe een requirement is ontstaan en wie 
eigenaar hiervan is. Van de requirements traceability in project RRCB is eveneens een conceptueel 













Figuur 55 'Conceptueel model requirements traceability RRCB'. 
 Statisfy – Requirements waarin wordt voorzien door een specifieke functionaliteit beschreven 
in de vorm van een Use Case. 




4.11 Resultaten analyse 
Opvallend genoeg is er een behoorlijk verschil tussen de projecten wat betreft de structuur in het 
opstellen en vastleggen van requirements. Het contrast wat betreft de wijze van vastleggen van 
requirements bij de verschillende projecten is groot. ASTRIS hanteert een zeer gestructureerde wijze 
van vastleggen van requirements en hanteert een traceability matrix. Dit in tegenstelling tot het project 
BBMS. Zij hanteren het andere uiterste door een aantal losse tabellen met een reeks eisen op te 
stellen. 
 
SBG++ lijkt hier tussen te zitten wat betreft de mate waarin requirements zijn vastgelegd. Het aantal 
documenten is beperkter ten opzichte van ASTRIS en bevat ook meer hoofdstukken die niet zijn 
ingevuld. Ook een traceability matrix ontbreekt hier. Echter ten opzichte van BBMS heeft het wel een 
nauwkeuriger set van documentatie en een relatie tussen specificatie en interface. 
 
In alle projecten waarbij de Military Standard 498 toegepast is lijkt een terugkerend fenomeen, dat 
men niet relevante paragrafen schrapt of leeg laat. Dit terwijl de Military Standard aangeeft dat indien 
een paragraaf niet van toepassing is, dit expliciet als zodanig opgenomen moet worden. Je kunt hier 
beargumenteren dat dit met een reden gedaan is, er kan namelijk nooit onduidelijkheid ontstaan over 
het ontbreken van bepaalde eisen en/of opgeleverde functionaliteiten. Het effect hiervan is echter niet 
nader onderzocht. 
 
Als we naar de verschillende conceptuele modellen kijken kan het volgende worden geconstateerd. 
De mate van en wijze waarop de Military Standard traceability toepast komt sterk overeen met het 
Low End Traceability model van Ramesh en Jarke (2001). Er zijn enkele nuances zoals bijvoorbeeld 
het feit dat de Military Standard een koppeling met de high level business requirements, welke 
uitgeschreven worden in een Operation Concept Description, niet kent. Dit is min of meer de relatie 
‘Derive’ die in het model van Ramesh en Jarke (2001) terug komt. 
 
Daarnaast besteed de Military Standard 498 veel aandacht aan ontwerp, documentatie en de 
traceability tussen requirements en de ontwerpen. Dit is de relatie ‘Adresses’ die we in het 
conceptueel model van de Military Standard 498 zien. Verder houden zowel het metamodel als het 
Low End Traceability model van Ramesh en Jarke (2001) rekening met interfaces, systemen en 
subsystemen en testdocumentatie.  Als we dezelfde vergelijking maken met de conceptuele modellen 
van de geanalyseerde projecten zien we dat de projecten die gebruik gemaakt hebben van de Military 
Standard 498, wat betreft requirements traceability hiermee grote overeenkomsten vertonen. 
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Project ASTRIS heeft de Military Standard 498 letterlijk gevolgd. Dat blijkt uit het conceptueel model wat één op één overeenkomt met die van de Military 
Standard. Voor project Routelint kunnen we hetzelfde vaststellen. Uitzondering in de analyse is dus SBG++. Dit project heeft ook de Military Standard 498 
gevolgd maar tijdens de analyse bleek al dat niet alle documenten waren opgesteld zoals de Data Item Descriptions voorschrijven. Aan het conceptueel 
model is dan ook duidelijk te zien dat dit resulteert in een beperktere mate van requirements traceability. 
 
De projecten BBMS en RRCB hebben beide weinig tot geen traceability gerealiseerd. De traceability die aanwezig is lijkt meer ‘toeval’ dan zorgvuldigheid. Er 
is geen eenduidige identificatie, relaties zijn niet gelegd en een traceability matrix is niet aanwezig. Dit is dan ook een groot verschil ten opzichte van de 
traceability in het Low End Traceability model van Ramesh en Jarke (2001) en van het model van de Military Standard 498. Zo ook ten opzichte van de 
projecten ASTRIS en Routelint. SGB++ lijkt, zoals gezegd een ‘vreemde eend in de bijt’. 
 
De verschillen die er zijn in requirements traceability blijken duidelijk uit de conceptuele modellen die zijn opgesteld. Om de verschillen tussen de modellen 
inzichtelijk te maken zijn twee tabellen opgesteld met daarin een vergelijking tussen de objecten die het conceptueel model bevat (zie figuur 56) en de relaties 
die het conceptueel model bevat (zie figuur 57). 
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Derive       
Developed_for Developed_for Developed_for   Developed_for  
Statisfy Statisfy Statisfy   Statisfy Statisfy 
Allocated_to Allocated_to Allocated_to Allocated_to  Allocated_to  
Performed_on Performed_on Performed_on   Performed_on  
Depend_on Depend_on Depend_on  Depend_on Depend_on  
Interface_with Interface_with Interface_with   Interface_with  
- Adresses Adresses   Adresses  
    Described_in   
    Index   
    Clariffication   
      Origin_from 
Figuur 57 'Vergelijking traceability relaties theorie, Military Standard 498 en projecten'. 
 
Verklaring relaties: 
Ramesh en Jarke (2001): 
 ‘Derive’ – requirements verkregen uit requirements op een hoger niveau 
 ‘Developed_for’ – requirements waarvoor de compliance verification procedures zijn ontwikkeld. 
 ‘Satisfy’ – link tussen de requirements en het systeem component dat in deze requirements voorziet. 
 ‘Allocated_to’ – alle requirements gerelateerd aan systeem componententen. 
 ‘Performed_on’ – relatie tussen de ‘compliance verification procedures (CVP’s) en de componenten, op basis waarvan geverifieerd wordt of het 
component voldoet aan de requirements. Feitelijk dus tests of simulaties.  
 ‘Depend_on – relatie tussen systeem componenten die afhankelijk van elkaar zijn. 





Military Standard 498: 
 Statisfy – Requirements waarin wordt voorzien door een systeem of subsysteem. 
 Alllocated_to - Traceability van elk System requirement dat toegewezen is aan die specifieke 
Subsystem Specification naar dat specifieke Subsystem requirement en aan Software 
Configuration item. 
 Depend_on – Subsystem requirement naar het systeem welke het adresseert. 
 Developed_for – Kwalitatieve methodes beschreven om te verifiëren of aan de requirements 
is voldaan. (testing/inspection) 
 Performed_on – Traceability van elke test case in de STD naar het Systeem of het Computer 
Software Configurtation Item requirements die het betreft. Traceability van elke Systeem of 
Computer Software Configuration Item welke is opgenomen in een specifieke STD. 
 Adresses – Requirements traceability tussen de ontwerpen (database, software, interface) en 
de systemen en software configuration items die het systeem adresseert 




 Statisfy – Requirements waarin wordt voorzien door een systeem of subsysteem. 
 Alllocated_to - Traceability van elk System requirement die toegewezen is aan die specifieke 
Subsystem Specification naar dat specifieke Subsystem requirement en aan Software 
Configuration item. 
 Depend_on – Subsystem requirement naar het systeem welke het adresseert. 
 Developed_for – Kwalitatieve methodes beschreven om te verifieren of aan de requirements 
is voldaan. (testing/inspection) 
 Performed_on – Traceability van elke test case in de STD naar het Systeem of het Computer 
Software Configurtation Item requirements die het betreft. Traceability van elke Systeem of 
Computer Software Configuration Item welke is opgenomen in een specifieke STD. 
 Adresses – Requirements traceability tussen de ontwerpen (database, software, interface) en 
de systemen en software configuration items die het systeem adresseert 





 Alllocated_to – Traceability van het Functioneel Ontwerp van een specifiek Subsysteem naar 
de requirement die aan dit ontwerp ten grondslag ligt en vice versa. 
 
Project SBG++: 
 Depend_on – Subsystem requirement naar het systeem welke het adresseert. 
 Described_in – Summiere verwijzing naar het document waarin de requirements van de aan 
het betreffende systeem of subsysteem gerelateerde interface zijn beschreven. 
 Index – Nummering en indexering van Use Stories. 




 Statisfy – Requirements waarin wordt voorzien door een systeem of subsysteem. 
 Alllocated_to - Traceability van elk System requirement die toegewezen is aan die specifieke 
Subsystem Specification naar dat specifieke Subsystem requirement en aan Software 
Configuration item. 
 Depend_on – Subsystem requirement naar het systeem welke het adresseert. 
 Interface_with – Requirements betreffende een specifiek Subsystem. 
 Developed_for – Kwalitatieve methodes beschreven om te verifiëren of aan de requirements 
is voldaan. (testing/inspection) 
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 Performed_on – Traceability van elke testcase in de STD naar het Systeem of het Computer 
Software Configurtation Item requirements die het betreft. Traceability van elke Systeem of 
Computer Software Configuration Item welke is opgenomen in een specifieke STD. 
 Adresses – Requirements traceability tussen de ontwerpen (database, software, interface) en 
de systemen en software configuration items die het systeem adresseert 




 Statisfy – Requirements waarin wordt voorzien door een specifieke functionaliteit beschreven 
in de vorm van een Use Case. 




Op basis van de analyse waarvan de resultaten in de figuren 51 en 52 vergeleken zijn blijkt dat er 
nogal wat verschillen in de gerealiseerde requirements traceability in projecten is. Wat is nu de 
verklaring voor deze grote verschillen? 
 
Uit navraag bij betrokkenen en op basis van analyse van de projectdocumentatie blijken in ieder geval 
de volgende zaken ten grondslag te liggen aan de uiteenlopende structuren van requirements in de 
geanalyseerde projecten. 
 
- Te hanteren/bekende standaard in domein Treindienst en ReisInformatie Systemen (TRIS) vs 
geen standaarden in domein Business Informatie Systemen (BIS). 
- Project BBMS lijkt geen bewuste of weloverwogen keuze gemaakt te hebben om de 
requirements uit te schrijven. Hierbij is de keuze van de projectleider bepalend geweest. Ook 
is van tevoren niet nagedacht over documentatie standaarden of andersoortige conventies. 
- SBG++ heeft de keuze gemaakt voor de Military Standard 498 omdat dit organisatie 
onderdeel gewend was om via deze documentatie standaard te werken. Daarnaast is 
gekozen voor het gebruik van User Stories omdat met SCRUM gewerkt wordt. De oorzaak 
van het niet goed opvolgen van de instructies uit de Data Item Descriptions en de aansluiting 
van identificaties op elkaar, ligt in het feit dat de documenten door veel verschillende 
betrokkenen zijn onderhouden en hierop geen sturing heeft plaatsgevonden. 
- ASTRIS  heeft eveneens keuze gemaakt om met de MIL-STD standaard te werken omdat hier 




5 Conclusie en aanbevelingen 
In hoofdstuk 4 is een analyse uitgevoerd en zijn de resultaten besproken. In dit hoofdstuk worden naar 
aanleiding hiervan conclusies en aanbevelingen gedaan.  
 
De onderzoeksvraag van dit project luidde: 
 
Wat zijn de verschillen tussen de conceptuele modellen van 
requirements traceability in theorie, in de Military Standard 498 en in de 
praktijk en hoe kan traceability het best ingericht worden? 
 
De literatuurstudie heeft als resultaat antwoordt gegeven op de vraag ‘Wat wordt er verstaan onder 
requirements management?’ en ‘Wat wordt er verstaan onder requirements traceability?’. Het 
antwoord betreft een tweetal definities die in dit onderzoek zijn overgenomen uit de literatuur. Onder 
requirements management verstaan  we ‘The goal of requirements management is to capture, store, 
disseminate, and manage information. Requirements management includes all activities concerned 
with change & version control, requirements tracing, and requirements status tracking’. Onder 
requirements traceability verstaan we “refers to the ability to describe and follow the life of a 
requirement, in both a forwards and backwards direction (i.e., from its origins, through its development 
and specification, to its subsequent deployment and use, and through all periods of on-going 
refinement and iteration in any of these phases)." Gotel en Finkelstein (1994). Ook is uit de literatuur 
een conceptueel model overgenomen wat een weergave is van de minimale aspecten die nodig zijn 
om requirements traceability in te richten. Dit is het low-end traceability model van Ramesh en Jarke 
(2001) 
 
Daarnaast is de Military Standard 498 bestudeerd. De standaard realiseert de traceability doordat het 
concreet vermeldt, met name in de Data Item Descriptions, wat er beschreven moet worden. Het 
besteedt daarbij expliciet aandacht aan traceability. Ook benoemt de standaard de 
verantwoordelijkheid voor de ontwikkelaar ten aanzien van traceability. Op basis van deze 
maatregelen om requirements traceability te realiseren is tevens een conceptueel model opgesteld. 
 
Op basis van de conceptuele modellen en het analyseren van de projecten in de praktijk kan worden 
vastgesteld dat een ontwikkel- en documentatiestandaard als de Military Standard 498 een mate van 
requirements traceability hanteert die vergelijkbaar is met die uit de theorie van Ramesh en Jarke 
(2001). De tabellen in figuur 56 en 57 laten dat ook duidelijk zien. Ook laten deze tabellen duidelijk 
zien dat wanneer de Military Standard 498 niet volledig en correct wordt gevolgd ook niet de 
requirements traceability ontstaat die deze standaard tracht te realiseren. Dit is op zichzelf een logisch 
gevolg wat vermoedelijk bij elke standaard zal op treden. In de projecten SBG++ en RRCB 
pretendeert men met de Military Standard 498 te werken maar zijn documenten die wel toegevoegde 
waarde kunnen bieden niet gemaakt en/of hoofdstukken niet gevuld. Dit is omdat de standaard 
vroegtijdig is losgelaten bij RRCB en er geen sturing op het gebruik van de standaard is geweest bij 
SBG++.  Daarmee moet een kritische kanttekening geplaatst worden bij de vraag of je dus kunt 
spreken van projecten die de Military Standard 498 hebben toegepast of van projecten waarbij geen 
standaard is toegepast. Het vermoeden is, dat dit in ieder geval geen verandering teweeg heeft 
gebracht in de resultaten van dit onderzoek. 
 
Daar waar de standaard wel wordt toegepast en de handvatten voor traceability worden ingevuld leidt 
dit zeker tot verbetering van traceability in het project. Van de projecten in de praktijk die geanalyseerd 
zijn, is in ieder geval duidelijk zichtbaar dat daar waar de Military Standard 498 is gehanteerd, de 
traceability aanwezig is. Zelfs bij de projecten waarbij de standaard slechts ‘in naam’ en niet volledig in 
uitvoering is toegepast, is een zekere mate van traceability aanwezig. Om requirements traceability te 
realiseren helpen handvatten die de standaard biedt, zoals een unieke identificatie van requirements 
en het opstellen van een traceability hoofdstuk of matrix. Dit leidt echter wel tot de vraag of het 
noodzakelijk is om een standaard te hanteren om invulling  aan deze handvatten te geven, of kan men 
ook naar eigen inzicht dergelijke middelen aanwenden? 
 
Dit onderzoek toont in ieder geval aan dat voor het goed inrichten van requirements traceabiliity het 
onderkennen van elementen als requirements, systemen- en subsystemen, externe systemen, test- 
en verificatieprocedures, van essentieel belang zijn. Daarbij is het vooral van belang dat ook de relatie 
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tussen deze elementen onderkend word en de requirements in al deze elementen terug keren. Pas 
als dit onderkend is en er bij het managen van de requirements hiermee rekening wordt gehouden, 
kan traceability gerealiseerd worden. 
 
5.1 Vervolg onderzoek. 
Het bestuderen van de Military Standard 498 en requirements traceability op zowel projecten die geen 
gebruik hebben gemaakt van een standaard, als projecten die van de Military Standard 498 gebruik 
gemaakt hebben, heeft laat zien dat de Military Standard 498 een zekere mate van requirements 
traceability realiseert. Dit komt ook tot uiting bij projecten die de standaard volgen. 
 
De scope van dit onderzoek heeft zich gericht op het inzichtelijk maken van de requirements 
traceability in theorie, de Military Standard 498 en de praktijk en de verschillen daarin. Uit het 
onderzoek lijkt een duidelijk verband naar voren te komen tussen een bepaalde mate van 
requirements traceability en het toepassen van de Military Standard 498. Interessant vervolg 
onderzoek kan zijn, dit in een breder scala van projecten nogmaals te toetsen, dus een meer 
kwantitatief onderzoek hiernaar. Zeer interessant kan ook zijn om te onderzoeken wat het effect 
hiervan is op het succes van een project. 
 
5.2 Aanbevelingen 
Het is belangrijk dat onderkend wordt dat bij requirements management en in het bijzonder 
requirements traceability belangrijk is te realiseren met welke elementen je te maken hebt. Dan wordt 
duidelijk dat het uniek identificeren van requirements, vastleggen van relaties en het gebruik van 
bijvoorbeeld een requirements traceability matrix noodzakelijk is. 
 
Het is te adviseren een bedrijfsbrede standaard zoals de Military Standard 498 te hanteren voor 
requirements documentatie. De standaard draagt duidelijk bij aan de traceerbaarheid van 
requirements. Vooral wanneer gewerkt wordt volgens de Data Item Descriptions is traceability goed 
geborgd. Wel dient zorg en aandacht besteed te worden aan de wijze waarop de standaard wordt 
toegepast. Bij het gebruik van een standaard als de Military Standard 498 blijkt duidelijk dat er sprake 
is van richtlijnen die, wanneer niet gevolgd, ook weinig tot geen meerwaarde creëren. Er zal dus goed 
gekeken moeten worden hoe de standaard desgewenst ‘op maat’ toegepast kan worden zonder dat 
belangrijke aspecten als traceability in het geding komen.  
 
Om dit te bewerkstelligen lijkt opleiding in het toepassen van deze standaard en vooral het ‘op maat’ 
toepassen een voor de handliggende oplossing. Daarnaast is een belangrijke rol weggelegd voor het 
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Bijlage I ASTRIS Requirements 
Het project ASTRIS heeft vrij nauwkeurig de Data Item Descriptions van de Military Standard 498 
gevolgd. Dit heeft geresulteerd in de volgende requirements documentatie. 
 
System/Subsystem Specification – ASTRIS 
De Subsystem Specification (SSS) legt de eisen vast voor het subsysteem geïdentificeerd als ASTRIS 
en geeft aan hoe de eisen behoren te worden getoetst. Het document geeft aan waar het in de 
productboom te plaatsen is en geeft een overzicht van het systeem.  
 
Figuur 58 ‘Productboom ASTRIS’. Bron: SSS project ASTRIS. 
 
Figuur 59 ‘Systeem context’. Bron: ASTRIS-SSS. 
 
 
Het document geeft daarbij ook een beschrijving van de context van het systeem. Zoals aangegeven 
legt het de eisen voor het subsysteem vast. Alle functionele eisen zijn opgesteld op basis van Use 
Cases. Er zijn enkele functionele thema’s benoemd zoals bijvoorbeeld ‘Treindienstleider-
verhinderingen’. Per thema is een Use Case gemaakt. Vervolgens zijn de use cases uitgewerkt in 





Use Case thema Trdl-verhinderingen 
 
Figuur 60 ‘Use case thema’. Bron: ASTRIS-SSS. 
  
 
Use case VHR: Verhinderen rijweginstelling 
Inleiding  
Deze use case beschrijft het scenario waarin de treindienstleider via de bedienapplicatie een Trdl-
verhindering voor rijweginstelling aanbrengt op een infraelement. Nadat de verhindering is 
aangebracht zullen rijweginstelopdrachten over het betreffende element in de opgegeven stand/rol 
niet meer geaccepteerd worden.  
 
Actors  
Bedienapplicatie (initiator).  
 
Normale scenario  
1. De opdracht voor verhindering wordt door Astris ontvangen van de bedienapplicatie.  
2. Astris controleert of de verhindering kan/mag worden aangebracht. Als dat niet het geval is wordt 
de opdracht afgewezen (einde use case).  
3. De verhindering wordt opgeslagen in Astris 
4. Astris stuurt het opdrachtresultaat (geaccepteerd) naar de bedienapplicatie  
 
 Fout scenario's  
1.  
 
 Relaties met andere use cases 
Het feit dat de Trdl-verhindering is aangebracht wordt ook gerapporteerd aan de afnemende 
applicaties. Zie hiervoor de use cases m.b.t. "Melding van de actuele toestand".  
De verhindering kan verwijderd worden middels use case TSR: Toestaan rijweginstelling.   
De use case van VHR-E gaat op dezelfde wijze (niet uitgewerkt).  
 
Alternatieve scenario's  
2. -  
 
 
Trdl-verhinderingen (voor gedetailleerdere eisen zie par. 3.3.1).  
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UC-VHR  Astris moet aan bedienapplicaties de mogelijkheid bieden om (meerdere) Trdl-
verhinderingen voor rijweginstelling aan te brengen op seinen, secties, wissels en 
kruisingen.  
 
UC-VHB  Astris moet aan bedienapplicaties de mogelijkheid bieden om (meerdere) Trdl-
verhinderingen voor bediening aan te brengen op bedienbare infraelementen en 
gebieden.  
 
UC-TSR   Astris moet aan bedienapplicaties de mogelijkheid bieden om aangebrachte Trdl-
verhinderingen voor rijweginstelling weer te verwijderen.  
 
UC-TSB   Astris moet aan bedienapplicaties de mogelijkheid bieden om aangebrachte Trdl-
verhinderingen voor bediening weer te verwijderen.  
De gedetailleerde eisen bevatten een uitgebreidere beschrijving (1 a 2 pagina’s) van 
de eis. Bijvoorbeeld van de Use Case Verhinderen bediening (UC-VHB) namelijk 
VHB-1 en VHB-2 Verhinderen bediening  
 
VHB-1   Astris dient VHB-opdrachten te kunnen verwerken op bedienbare elementen of 
gebieden. 
 
VHB-2   Astris dient er voor te zorgen dat BEVNL een TRDL bedienverhindering actief maakt 
voor elk object (element of gebied) waarvoor in Astris één of meerdere (gestapelde) 
verhinderingen actief zijn. Toelichting; Astris dient te voorkomen dat er een 
discrepantie ontstaat tussen de Trdl-VHB  administraties van Astris en die van 
BEVNL. Als oplossing hiervoor zal Astris de eerste bedienverhindering op een object 
pas accepteren, nadat BEVNL deze heeft geaccepteerd. Dit geldt uiteraard alleen 
voor objecten die in de beveiliging bekend zijn. 
 
Gedetailleerde functionele beschrijving ‘Verhindering voor rijweginstelling (VHR)’ 
Alleen secties, seinen, wissels en kruisingen kunnen verhinderd worden voor rijweginstelling. 
  
Sein: Als een sein als beginsein is verhinderd voor rijweginstelling, dan mogen er geen rijwegen 
worden ingesteld vanaf dat sein. Analoog hieraan mogen er geen rijwegen worden ingesteld naar een 
sein dat als eindsein verhinderd is voor rijweginstelling.  Een sein kan tegelijkertijd als beginsein en als 
eindsein (“totaal”) verhinderd zijn voor rijweginstelling dan zijn er helemaal geen rijweginstellingen 
meer mogelijk vanaf of naar  dat sein.  
 
Wissel/kruising: Als een wissel of kruis links is verhinderd voor rijweginstelling, dan mogen er geen 
rijwegen over de linkertak van dat wissel/kruis worden ingesteld. Analoog voor de rechtertak. Over 
een wissel/kruis dat zowel links als rechts (“totaal”) verhinderd is voor rijweginstelling  mogen helemaal 
geen rijwegen meer worden ingesteld. 
 
Sectie: Als een sectie is verhinderd voor rijweginstelling mogen er helemaal geen rijwegen over 
worden ingesteld. 
 
Merk op dat een VHR alleen invloed heeft op rijweginstellingen, en dus niet op andere functionaliteit 
(individuele bediening, maatregelen t.b.v. gebieden, etc.).  
  
Als er een verhindering voor rijweginstelling is aangebracht op een bedienbaar element dat gekoppeld 
is aan een ander bedienbaar element, dan heeft dat geen effect op de gekoppelde  elementdeel. 
 
 
System/Subsystem Design Description 
De System/Subsystem Design Description (SSDD) document is wat betreft structuur weer 
vergelijkbaar opgebouwd als de SSS. Echter dit document gaat in op het ontwerp. Het beschrijft 
ontwerpbeslissingen, uitgangspunten en besluiten. Daarnaast bevat het domeinmodellen zoals het 
domein model ‘Treindienstleider verhinderingen’, zie figuur 61. Maar ook een architectuurmodel van 




Figuur 61 ‘Domeinmodel’. Bron: ASTRIS-SSDD. 
 
SRS beveiligingscomponent 
Het SRS is een Software Requirements Specification. Het beschrijft de eisen  van de in de SSDD 
geïdentificeerde component. Volgens een vaste opbouw die bestaat uit een ‘description’, 
‘implementation’, en ‘rationale’ worden de eisen in dit document beschreven.  Ook worden attributen 
en parameters beschreven. Een eis wordt geïdentificeerd door een nummer. De eis wordt 
gedefinieerd door middel van een Description. In het Implementation veld wordt aangegeven door 
welke services van andere componenten de eis moet worden geïmplementeerd. Het waarom van de 
eis wordt toegelicht in het Rationale veld. Bij eisen die gesteld worden aan data staan tabellen met 
attributen die vastgelegd moeten worden. In deze tabellen zijn de attributen die de sleutel vormen van 
zo’n tabel vet gemarkeerd (Dit kunnen één of meerdere attributen zijn). 
 
In de SRS wordt bijvoorbeeld verwezen naar de identificatie van de elementservice operatie 











De service operatie wordt in de SRS verder uitgewerkt. 
 
 
Figuur 62 'Service operatie 'VerhinderRijwegElement'. Bron: ASTRIS-SRS. 
Dat ziet er dan als volgt uit: 
 
 
Figuur 63 'Definitie verhinderRijwegElement'. Bron: ASTRIS-SRS. 
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Figuur 64 'Uitwerking verhinderRijwegElement service request'.  Bron: STD project ASTRIS.  
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Bijlage II BBMS Requirements 
 
Het Pakket van Eisen van project BBMS vormt het requirements document dat alle requirements bevat. Dit zijn zowel functional als non-functional 
requirements. Dit alles in één grote tabel beginnend met de functional requirements en eindigend met non-functional requirements. Per requirement is 
vervolgens de MoSCoW methode toegepast. Dit houdt in een gradatie van Must have, Should have, Could have en Would have. Onderstaande volgt dit 
overzicht uit het Pakket van Eisen. Aansluitend treft u een voorbeeld van de inhoud van een Functioneel Ontwerp uit het project BBMS. 
 
Algemene eisen 
0.1 BBMS dient toegankelijk te zijn voor alle marktpartijen, waarbij middels autorisaties wordt vastgelegd welke functionaliteit en welke 
meetdatasets toegankelijk zijn.  
De eisen met betrekking tot autorisaties zijn beschreven in Error! Reference source not found. Error! Reference source 
not found..  M 
0.2 BBMS dient toegerust te zijn op het opslaan en bewerken van minimaal de volgende data typen.  
L-PM Enkelvoudige punt metingen op lineaire assets  vb: ultrasoon gebrek 
L-CM (semi-) continue meting op lineaire asset  vb: geometrie meting 
L-VB (semi-) video beelden op lineaire asset   vb: videoschouw 
L-FB Fotobeeld op lineaire asset    vb: foto van spoorstaaf 
L-DM Documenten met meetwaarden van een lineaire asset vb: ultrasoon rapport  
P-PM Enkelvoudige punt metingen op punt object  vb: kwaliteit ES-las 
P-CM (semi-) continue meting op punt object   vb: poss meting 
P-FB Fotobeeld van punt object    vb: foto van wisseltong 
P-DM Documenten met meetwaarden van een punt object vb: schouw rapport 
De codering wordt gebruikt om specifieke eisen toe te koppelen aan de betreffende meetdatasets. Voor de volledigheid wordt voor eisen die op 
alle datatypen van toepassing zijn onderstaande codering gebruikt: 
ALL Op alle datatypen van toepassing 
M 
0.3 BBMS dient schaalbaar en uitbreidbaar te zijn voor nieuwe typen meet- en metadata. M 
0.4 BBMS dient schaalbaar en uitbreidbaar te zijn voor nieuwe functionaliteit op de gebieden: beheren stamdata, opnemen meet- en metadata, 
analyseren en ontsluiten. M 
0.5 BBMS is voorzien van een gebruiksprotocol waarin aangegeven is welke waarde aan de gegevens in BBMS kan worden toegekend en waar de 
gegevens voor gebruikt kunnen worden. Deze toelichting is als geheel oproepbaar in de help-omgeving. Daarnaast kan per parameter van een 
meetdataset specifieke toelichting opgeroepen worden in de analysetool zelf. S 
0.6 Het systeem is voorzien van twee webportalen, waarmee gegevens-  ontvangst en ontsluiting plaatsvindt. C 
0.7 Data in BBMS (autorisaties / assets / normen / meetdata) zijn voorzien van een geldigheidstermijn die kan worden aangepast per norm, 
parameter van een meetdataset of asset. S 
0.8 Meetdata in BBMS is altijd voorzien van een datum/tijd indicatie die het moment van de meting aangeeft en van locatie informatie die 
nauwkeurig de plaats van de meting aangeeft in een algemeen bekend en toepasselijk coördinatenstelsel. M 
0.9 Werken met periodes (van-tot) is binnen BBMS mogelijk en deze is door de gebruiker vrij instelbaar. BBMS selecteert vervolgens alleen geldige 
assets, normen en meetdata binnen deze periode. M 
0.10 BBMS kent de mogelijkheid van benchmarking. Met benchmarking wordt in dit kader bedoeld het vergelijken van meetdatasets binnen 
specifieke geocodes, contractgebieden, baanvakken en sporen ten opzichte van het gemiddelde van de betreffende meetdataset over een 
grotere selectie of over heel Nederland.  C 
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0.11 Marktpartijen kunnen binnen BBMS in een speciaal voor hen (geautoriseerd) deel van BBMS hun eigen analyses, rapportages, views en 
exports samenstellen. Ze kunnen deze geheel zelf samenstellen, maar ook analyses, rapportages, views en exports die voor alle gebruikers 
beschikbaar zijn, of die ze zelf eerder hebben samengesteld, op eenvoudige wijze kopiëren en aanpassen. M 
0.12 BBMS beschikt over back-up faciliteiten en archiveringsmogelijkheden voor zowel het volledige systeem als geselecteerde meetdatasets. Dit 
kan handmatig gedaan worden en ingesteld worden tot een automatisch repeterend proces.  M 
0.13 Zowel de gebruikers- als de beheerdersdocumentatie dient in het Nederlands opgesteld te zijn. S 
0.14 Binnen het gehele BBMS pakket (portals, analysetool, etc.) worden automatisch notificaties verstuurd.De beheerder kan de inhoud van de notificatie 
configureren (vaste tekst, parameters, etc.), de te adresseren gebruikersgroepen specificeren, en de voorwaarden definiëren wanneer een notificatie 
verstuurd zal worden (processtappen, databaseacties, etc.). C 
 
Beheren stamdata 
1.1.1 De unieke definitie van assets (usis ++) waarmee meetdata wordt geregistreerd is aanwezig c.q. kan worden vastgelegd. (zie ook bijlage 2) M 
1.1.3 BBMS kan data vanuit de bronbestanden waarin het beheer van de assets plaatsvindt (SAP, BBK en Infra Atlas) importeren. Deze data is 
voorzien van USIS identificatie. Een releasemanagement proces, inclusief versie beheer op asset datasets, is hiervoor aanwezig. Binnen dit 
proces wordt gewerkt met een importschema en een autorisatie schema. M 
1.1.4 Bij iedere release wordt aan BBMS een actuele asset dataset aangeleverd. Door een vergelijking van de asset datasets (actuele en vorige 
release) is de delta in de datasets beschikbaar. Deze delta wordt inzichtelijk gemaakt en getoond aan de eindgebruiker. (actuele lijst = basislijst + 
mutaties) Tevens wordt de delta gebruikt voor  het actualiseren van meetdatasets. S 
1.1.5 Een release van asset data ten behoeve van BBMS kan volledig of deels worden uitgevoerd.  
BBMS kan deelreleases verwerken en laten passen op de bestaande asset data. De delta wordt inzichtelijk gemaakt.en getoond aan de 
eindgebruiker. 
Voor deelreleases zijn selecties mogelijk op:  
 asset type c.q. asset groep  
 contract gebied 




 kilometrering S 
1.1.6 BBMS sluit aan op het releasebeleid USIS (assetdataset) en kan omgaan met meerdere naast elkaar bestaande USIS versies.  
 M 
 Beheer Normen (1.2) 
1.2.1 Voor een meetdataset kunnen normen worden vastgelegd. Het betreft hier de normen zoals deze zijn vastgelegd in de ProRail richtlijnen voor 
instandhouding. Aan elke parameter van een meetdataset kunnen normwaarden worden gekoppeld zodat overschrijdingsrapportages en 
analyses plaats kunnen vinden. M 
1.2.2 Invoer, wijzigen en verwijderen van normen is mogelijk. Een logging mechanisme is aanwezig zodat bekend is welke verandering, wanneer en 
door wie is uitgevoerd. Vorige versies van normen blijven bewaard en kunnen worden gebruikt voor analyses. M 
1.2.3 Normen worden vastgelegd met een bepaalde geldigheidstermijn en verwijzing naar het bijbehorende normenkader. S 
1.2.4 Normen kunnen in elektronisch formaat (XML) worden aangeleverd. Gewerkt wordt met een mechanisme van aanbieden en vrijgeven waarbij de 
normen door de ene afdeling van ProRail worden aangeboden en door een andere afdeling wordt vrijgegeven binnen BBMS C 
1.2.5 Behalve normen kunnen meettoleranties worden vastgelegd. Meettoleranties kunnen op eenzelfde wijze als de normen worden beheerd. M 
  
 Beheer autorisaties (1.3) 




 Onderhoud meet & meta data (1.4) 
1.4.1 Wanneer mutaties in USIS van invloed zijn op de wijze waarop de meet- en meta data aan USIS is gekoppeld, vindt actualiseren van meet- en 
meta data bij ontvangst en/of release van een nieuwe versie van de Asset dataset plaats. S 
1.4.2 Invoer, wijzigen en verwijderen van meet- en meta data is geautoriseerd mogelijk.  De beheerder kan per attribuut bepalen of dit gewijzigd mag 
worden. Er is een logging mechanisme aanwezig zodat bekend is welke verandering, wanneer en door wie is uitgevoerd. S 
1.4.3 Per parameter uit een meetdataset kan een vrijgave plaatsvinden S 
1.4.4 De gespecificeerde, gewijzigde en nieuw toe te voegen meetdatasets kunnen eenvoudig worden geconfigureerd. Het pakket dient overweg te 
kunnen met RD en GPS coördinaten en met spatial datatypes die voorkomen in de laatste versies van GIS pakketten.  
Dit is standaardfunctionaliteit van het pakket. 
 M 
1.4.5 In BBMS is het mogelijk om historie, status en voortgang van aanleveringen van meet- en metadatasets in te zien en te bewaken. S 
1.4.6 De meetdatasets en bijbehorende metadata, normen, en bepaalde standaardrapportages en analyses worden minimaal 10 jaar na het jaar van 
inwinnen bewaard worden in BBMS. 
1.4.7 Alle historische gegevens zijn direct beschikbaar voor analyse, weergave en export. 
 
Opnemen meetdata 
2.1.1 Per mail worden notificaties uitgestuurd conform een vooraf opgesteld distributie schema bij het actualiseren van de asset configuratie data. C 
2.1.2 Om inzicht te houden in de te verwachten meetdata en de realisatie van de gecontracteerde meetdiensten wordt op de asset data in 




 Oplevering meetgegevens 
Dekking aanbrengen houdt in dit verband in het per meetdataset of parameter van een meetdataset aan een  laag toewijzen van delen van de 
railinfrastructuur. BBMS is ingericht om op de asset data in 4 lagen dekking aan te kunnen brengen C 
2.1.3 Daar het contract kan bestaan uit meerdere metingen per jaar, wordt op de dekkingslaag contract de frequentie aangegeven. Voor de 
dekkingslagen planning, uitvoering en meetgegevens zijn per laag meerdere dekkingen per jaar beschikbaar. C 
2.1.4 Dekkingslagen kunnen zowel handmatig aangebracht worden in BBMS zelf als geïmporteerd uit een externe bron. C 
2.1.5 Het handmatig vullen van een laag wordt gedaan op grafische kaarten door het aanklikken van de delen van de railinfrastructuur (per USIS-id of 
alle USIS-id’s binnen een door de gebruiker aan te duiden bereik), waarmee dat element toegewezen wordt aan een van de dekkingslagen. C 
2.1.6 Dekkingslagen kunnen eenvoudig toegewezen worden aan individuele parameters, aan een meetdataset of aan meerdere meetdatasets 
tegelijk. C 
2.1.7 Gebruikers kunnen vergelijkingen maken tussen verschillende lagen waarbij rekening gehouden wordt met de frequentie per jaar en de 
meerdere dekkingen per laag. Hiermee is BBMS in staat te beoordelen of bijvoorbeeld een spoor met frequentie 3x per jaar in de contractlaag 
afgedekt wordt door 3 dekkingen in planning, uitvoering of meetgegevens. C 
2.1.8 De verschillen in dekking worden zowel tabellarisch als grafisch weergegeven. C 
2.1.9 De dekkingslagen kennen binnen BBMS gelijke beheers- en gebruiksfunctionaliteiten als de meet- en metadata, zoals autorisaties, instellen 
tijdsperiode, exports etc. C 
2.1.10 Beschikbaar stellen (vrijgeven) van nieuwe asset configuratie data release aan gebruikers (pull mechanisme) C 
2.1.11 Ophalen van (een subset van) de meest recente asset dataset gegevens door de eindgebruiker (pull). Hierbij wordt rekening gehouden met het 
autorisatieprofiel van de eindgebruiker en zijn onderstaande selecties mogelijk: 
 asset type c.q. assetgroep  
 contract gebied 







2.1.12 Informeren van eindgebruikers over nieuwe en actuele status van asset datasets.  
 C 
 Ontvangen meet & meta data (2.2) 
2.2.1 Bij het innemen van meetdata wordt bepaald in hoeverre de afspraken uit het meetcontract al zijn nagekomen. De planning van de te meten 
baanvakken en sporen wordt daarbij vergeleken met de sporen waarvan meetgegevens zijn ingenomen. Voor sporen waar “gaten” in de 
meetdata zijn ontstaan wordt de dekkingsgraad aangegeven (het aantal en omvang van de “gaten”) S 
2.2.3 Bij het ontvangen van meet-  en metadata wordt vastgelegd wie de leverancier is van de data W 
2.2.4 De leverancier van meet- en metadata levert zijn gegevens via een standaard mechanisme zelf aan en zorgt ervoor dat deze tijdig op een vooraf 
afgestemde locatie in het (ProRail) netwerk gereed staat voor opname binnen BBMS. BBMS importeert de gegevens en slaat deze op in de 
BBMS-database M 
2.2.8 Om na het importeren meetdata zo nauwkeurig mogelijk te kunnen vergelijken is het in BBMS mogelijk om meetdata na importeren nog te 
bewerken voor wat betreft hun positionering. 
De mogelijke bewerkingen op individuele meetdata bestaan uit verschuiven, rekken, krimpen, knippen en plakken. S 
2.2.9 Het is mogelijk meetdata te verschuiven. 
Dit houdt in het toewijzen van een nieuwe startlocatie voor een geselecteerd deel van de datareeks, waarna automatisch alle datapunten 
eenzelfde verschuiving qua positionering krijgen. S 
2.2.10 Het is mogelijk meetdata te rekken en krimpen. 
Dit houdt in het toewijzen van een nieuwe startlocatie en eindlocatie voor het gedeelte, waarna automatisch alle datapunten qua tussenafstand 
gelijkelijk gepositioneerd worden tussen deze locaties. Hierbij zijn grenzen ingesteld voor hoeveel de resulterende tussenafstand mag afwijken 
van de originele tussenafstand S 
2.2.11 Bij het rekken en krimpen kunnen ook punten waarvan de exacte positie bekend is in RD of GPS coördinaten als start en of eindlocatie worden 
gekozen.  
Dit is een automatisch proces waarbij handmatige correctie mogelijk is door de gebruiker. C 
2.2.12 Het is mogelijk meetdata te knippen en plakken. 
Dit houdt in het uitsnijden van een gedeelte van de datareeks en het aan andere USIS-id’s toewijzen van dit gedeelte. S 
2.2.13 Bij de bewerkingen zijn steeds de naam, labels (geocode, spoornaam etc) en grenzen beschikbaar van de asset waarop het gedeelte van de 
meetdata zich bevindt, zodat een gedeelte van de meetdata eenvoudig toe te wijzen of te bewerken is in relatie tot de bijbehorende asset. C 
2.2.14 Op de datareeksen van meerdere metingen van een gedeelte van de infra kan een automatische onderlinge uitlijning worden uitgevoerd. Op 
basis van het overeenkomen van meetwaarden tussen de datareeksen wordt elke datareeks individueel uitgelijnd. 
De gebruiker kan de automatische wijzigingen accepteren of afwijzen en heeft ook de mogelijkheid om handmatig uit te lijnen. S 
2.2.15 Bij het uitlijnen is instelbaar of en welke meetdata als referentie dient. Deze meetdata mag niet verschuiven tijdens het uitlijnen. S 
2.2.16 Als door het verschuiven, rekken of krimpen of vergelijken meetdata over de grens van een asset heen geschoven wordt, wordt naar keuze van 
de gebruiker automatisch de aansluitende meetdata uit dezelfde meting ook opgeschoven of het gedeelte dat niet meer toegewezen kan 
worden aan de asset geïsoleerd weergegeven voor verdere bewerking. S 
2.2.17 Gewerkt kan worden met Key Performance Indicatoren (KPI’s). KPI’s kunnen worden vastgelegd en KPI rapportages kunnen op eenvoudige 
wijze worden samengesteld. KPI’s kunnen automatisch periodiek worden samengesteld en verstuurd naar beheerders. 
Voorbeelden: 
- Percentage tijdig aangeleverde meetdatasets per meetbedrijf 
- Gemiddelde tijd tussen aanleveren meetdata en vrijgave meetdata 
- Hoeveelheid afkeur van meetdatasets C 
 Controle meet & meta data (2.3) 
2.3.1 Per aangeleverde meetdataset uitvoeren van controle op volledigheid en kwaliteit van de meetdata. De wijze waarop dit plaatsvindt is M 
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afhankelijk van de meetdataset en is bij het specificeren van deze set opgenomen. Controle dient onder meer plaats te kunnen vinden per 
corridor, baanvak en spoor en kan zowel automatisch als handmatig plaatsvinden. 
2.3.2 Afdrukken controle rapporten waarin melding wordt gedaan van: 
- tijdigheid van aanlevering  
- actualiteit van de meetdata 
- volledigheid van aangeleverde meetdata 
- juistheid van aangeleverde meetdata (zie bijlagen per meetdataset). S 
 Vrijgave meet & meta data (2.4) S 
2.4.1 Indien controle op de meetdata succesvol heeft plaatsgevonden, wordt de meetdata set aangeboden voor vrijgave. Het vrijgave proces voorziet 
in: 
- Opnemen van de correcte meetdata in BBMS 
- Afwijzen van incorrecte meetdata  
- Vastleggen en afdrukken van een vrijgave overzicht met daarop informatie over het vrijgave proces (metagegevens) en een overzicht 
van afgewezen meetdata. M 
2.4.2 Op basis van de autorisatie op meetdatasets, worden eindgebruikers bij vrijgave van een nieuwe meetdataset, automatisch per mail 
geïnformeerd over de bijgewerkte status van de meetdata. De voorwaarden dienen nader te worden bepaald om tot een adequate vorm van 
berichtgeving te komen. C 
 
Analyseren meetdata 
 Analyseren meetdata (3.1) M 
3.1.1 Het BBMS biedt analyse functionaliteit voor onderzoeksdoeleinden. Hierbij kunnen meerdere parameters van meetdatasets worden geselecteerd 
en worden gecombineerd. 
Analyses op deze bestanden kunnen worden gedefinieerd en uitgevoerd. De resultaten kunnen worden gepresenteerd in grafiekvorm. Zowel het 
samenstellen van eigen analyses als het uitvoeren van vooraf gedefinieerde analyses is mogelijk. 
Het type en het ontwerp van de database dient dit mogelijk te maken. 








De leverancier levert bij de aanbieding een lijst met bewerkingen en functies die in het standaardpakket beschikbaar zijn. S 
3.1.2 De analyse functionaliteit kan worden toegepast op alle meetdatasets. S 
3.1.3 Bij het analyseren van meetdata kan worden aangegeven welke (subset van de) meetdata en welke versie van de normen gebruikt wordt.  C 
3.1.4 Door de normen op meetwaarden toe te passen vindt classificatie plaats. De classificaties die per meetdataset van toepassing zijn worden bij die 
meetdataset beschreven. Classificaties worden gebruikt binnen rapportages, views en exports. S 
3.1.5 Het vergelijken van meerdere normen (verschillende versies) ten opzichte van elkaar is bij het analyseren van meetdata mogelijk S 
3.1,6 geanalyseerde meetdata kan worden opgeslagen (indien verrijking heeft plaatsgevonden) en zijn voor gebruikers toegankelijk middels 
rapportages, views en exports. S 
3.1,7 BBMS voorziet naast analyse van meetdata in de mogelijkheid om geografische analyses uit te voeren. De resultaten worden gepresenteerd in 
de standaard GIS viewer van ProRail. 
Als aangetoond kan worden dat, gezien over de hele levenscyclus van de applicatie, een andere GIS viewer voordelen heeft is in overleg met 
ProRail een andere oplossing mogelijk. S 
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3.1.8 Voor het beheer van het meetdienstencontract is het mogelijke direct inzicht in te krijgen in de voortgang van uitvoering van een campagne of 
een contract. Zowel via de GIS-viewer als middels rapportages. S 
Ontsluiten meetdata 
 
 Rapportages samenstellen en beschikbaar stellen (4.1) 
4.1.1 Per meetdataset wordt een set van standaardrapportages binnen BBMS beschikbaar gesteld. De specificatie per meetdataset benoemt  
                  deze rapporten. S 
4.1.2 De eindgebruiker heeft de mogelijkheid om zelf (ad hoc) rapportages samen te stellen binnen een meetdataset (enkelvoudige rapportages). S 
4.1.3 De eindgebruiker heeft de mogelijkheid om zelf (ad hoc) rapportages samen te stellen waarbij gegevens vanuit meerdere datasets betrokken 
                  zijn (meervoudige rapportages). S 
4.1.4 De eindgebruiker kan rapportages opstellen vanuit de viewers en vanuit de analysetool. C 
 Beschikbaar stellen views (4.2) 
4.2.1 Per meetdataset wordt een set van standaard views binnen BBMS beschikbaar gesteld. De specificatie per meetdataset benoemt deze views. 
Er zijn verschillende typen viewers. 
- Een GIS viewer om de assets (bijv. een stuk spoor of een wissel) in coördinaatstelsel RD en GPS op de kaart van Nederland weer  
                                 te geven. 
- Een meetdata viewer om de ruwe meetdata en geanalyseerde meetdata te tonen en 
- Een grafische viewer voor foto en videomateriaal die voldoet aan de ProRail aansluitvoorwaarden [2]. ProRail heeft daarbij een  
                                 voorkeur voor Silverlight. S 
4.2.2 Het portaal voorziet in het synchroniseren van één of meer datasets in alle viewers. 
Synchronisatie vindt plaats onafhankelijk van de viewer waarin genavigeerd wordt. 
Dit werkt zowel voor puntobjecten als voor (de positie binnen) strekobjecten.Synchronisatie is instelbaar als:  
                  Uit, Op aanvraag (via knop of functietoets) en Continu. S 
4.2.3 De eindgebruiker heeft de mogelijkheid om zelf (ad hoc) enkelvoudige views samen te stellen binnen een meetdataset. S 
4.2.4 De eindgebruiker heeft de mogelijkheid om zelf (ad hoc) meerdere views van dezelfde of verschillende meetdatasets naast elkaar op te roepen.  S 
4.2.5 Het systeem is zowel vanuit de GIS viewer als vanuit de meetdata viewer bereikbaar. 
Het is mogelijk om vanuit de meetdata viewer direct naar hetzelfde punt in de GIS viewer te gaan en weer terug. C 
4.2.6 Gebruikers kunnen de door hen ingestelde analyses, rapportages en views opslaan, zodat deze bij een volgende keer inloggen beschikbaar  





 De GIS viewer 
4.2.6a De GIS viewer dient verschillende kaartlagen in de vorm van web services kunnen ontsluiten. Toegestane services zijn ESRI Mapservice of WMS. 
De geografische kaartlagen zijn: 
- Basis geografische gegevens: BBK/ USIS 
- Oriëntatiegegevens 
o Luchtfoto’s langs het spoor 
o Land dekkende luchtfoto’s/Top10nl 
- De Geocode gebieden en de contractgebieden van de aannemers. 
 
De genoemde kaartlagen komen alle voor in Railmaps, de huidige GIS viewer. S 
4.2.7 De GIS viewer is intuïtief en bevordert het gebruik van het systeem voor minder ervaren eindgebruikers. S 
4.2.8 De GIS viewer dient over de onderstaande functionaliteiten te beschikken: 
- Selecteren 
o Van een of meerdere asset typen 





o GoTo, spring naar een specifiek opgegeven, bijv. kilometrering 
o In- en uitzoomen 
o Pannen 
- Zoeken 
o USIS ID 
o Op Geocode 
o Op Geocode + spoornummer 
o Op Geocode + spoornummer + kilometer (lint plus km) 
o Op contractgebied 
o Op corridor, op baanvak 
o Op combinaties hiervan 
o Op een door een gebruiker gedefinieerde indeling S 
4.2.9 De gebruiker heeft binnen de GIS viewer de mogelijkheid om het assettype te selecteren  waarmee gewerkt wordt (baan / bovenleiding).  
                  Na deze selectie worden alle assets vallend onder het asset type in de GIS viewer gepresenteerd. Het gelijktijdig selecteren van assets  
                  vallend onder meerdere asset types is mogelijk. Gebruikers kunnen deze selectie bewaren voor gebruik in een volgende sessie. S 
4.2.10 Nadat een asset (type) is geselecteerd kan de gebruiker specifieke assets die behoren bij de asset type selecteren.  
                  De gebruiker ontvangt een overzicht van de aanwezige meetdatasets (views) en hij selecteren welke view hij wil openen.  
                  Het maximaal aantal gelijktijdig te openen views kan per gebruiksgroep worden ingesteld.  s 
4.2.11 De gebruiker heeft vanuit de GIS viewer de mogelijkheid om door geopende meetdatasets (views) te lopen middels navigatie mogelijkheden. S 
4.2.12 De gebruiker heeft vanuit de GIS viewer de mogelijkheid om een bepaalde asset op te zoeken. S 
4.2.13 De eindgebruiker heeft de mogelijkheid om geografische selecties op meetdatasets uit te voeren met behulp van muis. S 
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4.2.14 De eindgebruiker heeft de mogelijkheid om selecties op basis van alle attributen van meetdatasets uit te voeren, bijv. op geocode, contractgebied 
etc. S 
4.2.15 De GIS viewer zorgt ervoor dat de huidige locatie altijd in beeld is, zo nodig wordt de extend van de kaart dus aangepast. c 
4.2.16 De gebruiker beschikt over een snelheidsknop waarmee hij aan kan geven met welke snelheid de meetdata wordt doorlopen. S 
4.2.17 Performance eisen: 
De GIS viewer dient de doorlopende meetdata met een instelbare snelheid te kunnen weergeven. De maximum snelheid dient configureerbaar  
                 en ten minste 200 km/uur te zijn. 
De engine dient de viewers met deze snelheid te kunnen synchroniseren. S 
 De meetdata viewer, algemene functies S 




- Zoeken S 
4.2.19 Meetdata die is vastgelegd in binnen BBMS bekende berichtformaten en met een in BBMS bekende locatieaanduiding dienen via BBMS  
                  ontsloten te kunnen worden. S 
4.2.20 BBMS heeft een gebruikersvriendelijke meetdata viewer voor gebruikers die het systeem intensief gebruiken voor (ad hoc) analyses en 
                 (ad hoc) rapportages op lineaire assets als punt objecten. C 
4.2.21 Vanuit de meetdata viewer moet het mogelijk zijn direct de geselecteerde assets te tonen in de GIS viewer. S 
4.2.22 Data moeten bewerkt kunnen worden met behulp van systeembrede en individuele configuraties, algoritmen en filters.  
                  Doel hiervan is het beoordelen van de data. 
Het moet mogelijk zijn weergaves, analysemethoden en objecten samen te stellen ten behoeve van verwerking.  
Vanuit de meetdata viewer dient de applicatie gestart en gestopt kunnen worden. S 
4.2.23 Eisen aan presentatie in vensters 
Configuratie 
Definiëren diagrammen, grafieken en rapporten (=analyses) 
Structuur 
Aan kunnen maken van mappen 
Definiëren snelkoppelingen naar geocodes, campagnes, contractgebieden 
Opslaan van zoekresultaten in mappen 
Weergave 
Kunnen presenteren van alle producten 
Kunnen kiezen uit lijst met laatst gebruikte producten S 
4.2.24 Analyses moeten gerangschikt kunnen worden in mappen en productcatalogi S 
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4.2.25 De volgende analyseproducten dienen beschikbaar te zijn: 
 
Diagrammen  
Grafisch weergeven van data (zie ook 4.2) 
Uitlijnen van afzonderlijke diagrammen op overeenkomende X-as 
Aanvullende eis: Uitlijnen op X-as (positie) op basis van patroonherkenning 
Combineren van data in één diagram met gelijke X en Y-as en omgekeerd (splitsen) 
Combineren en ordenen van diagrammen in een venster 
  (al dan niet op basis van een thema) 
Voorgedefinieerde combinaties van diagrammen 
Omzetten van diagram naar tabel 
Tabellen 
Opmaken en ordenen van tabel (aanmaken en beheren van diverse standaardopmaken) 
Toevoegen omschrijving aan tabel 
Toevoegen van berekeningen aan tabel (gemiddelde, overschrijding, etc.) 
2-D weergave 
Gegevens weergeven op punt- en lijnobjecten in een vlak (op schaal of gestileerd) 
Configureren van de gewenste weergave 
van punten lijnstukken vlakken 
met kleuren, symbolen, lijntype, e.d. 
op basis van waarde, berekening 
eenvoudig accentueren, highlighten 
3-D weergave (geen verplichte eis/ should have) 
Weergave van spoorbaan en een aantal diagrammen in perspectief  
waardoor een 3-D indruk ontstaat. S 
4.2.26 Voor de diagrammen dienen de volgende presentatievormen beschikbaar te zijn: 
 
Lijnweergave 
Lijnkleur afhankelijk van waarde, lijntype, lijn met symbool, lijn met tekst (en alle combinaties) 
Vlakweergave 
Vlakkleur afhankelijk van waarde, vlakvulling hoogte 100%, vulling vanaf basis tot waarde, vulling vanaf grenswaarde tot actuele waarde,   
                  vlak tussen aangrenzende grenswaarden, vlak met tekst (en alle combinaties) 
Kolomweergave 
Kolomkleur afhankelijk van waarde, hoogte 100%, vanaf basis tot waarde, vanaf grenswaarde tot actuele waarde, met tekst, met symbool 
                 (en alle combinaties) 
Segmentweergave 
Segmentkleur afhankelijk van waarde, tekst in of naast segment, met symbool (en alle combinaties) 
 
Vastleggen voorkeur en alternatieve standaardconfiguraties per analyse 
 
Weergeven KPI cijfers tussen willekeurige tijdstippen en/ of in een willekeurig gebied 
 
Overlay venster 
Laat bijv. het gemiddelde over een willekeurig traject zien 
NB Deze eis is niet verplicht als hiervoor een goede analyse mogelijkheid beschikbaar is. S 
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4.2.27 De volgende werkwijzen dienen ondersteund te worden: 
Openen grafiekweergave en diagrammen 
Instellen tijdbereik 
Kiezen objecten 
 waarbij     multiselect mogelijk is en op verschillende niveaus gekozen kan worden 
Kiezen campagnes 
Alle genoemde functies moeten ook weer opgeheven kunnen worden. S 
4.2.28 Grafiekweergave dient zowel via menu als met klikken en slepen mogelijk te zijn. 
Er moet gekozen kunnen worden welke structuurelementen en geocodes weergegeven worden. S 
4.2.29 Het moet mogelijk zijn diagrammen toe te voegen, te verbergen, te verwijderen en wijzigingen ongedaan te maken 
Opmaak mogelijkheden diagram 
 positie wisselen 
 vergroten, verkleinen, rekken en strekken 
 opmaak aanpassen 
 naam, breedtefactor, lineair/ logaritmisch 
 keuze naam of eenheid, keuze van eenheid 
 tekst uitlijning en rotatie 
 bereik 
 schaal 
 hulplijnen S 
4.2.30 Met gegevens uit grafiekweergaven (diagrammen) moeten exports gemaakt kunnen worden. C 
4.2.31 Het datumbereik voor een grafiekweergave moet beperkt kunnen worden tot een campagne, tijdvak, of datum S 
4.2.32 Eisen ten aanzien van het afdrukken van grafiekweergaven: 
 Printerinstellingen, Afdrukvoorbeeld, Afdrukbereik (Alles, Huidig beeld, Pagina’s) S 
4.2.33 Grafiekweergave moeten gekopieerd kunnen worden naar het Windows klemboard. C 
4.2.34 In plaats van met de schuifbalk moet het mogelijk zijn direct naar een ingevuld kilometrage binnen een kilometerlint te springen. C 
4.2.35 Bij grafiekweergave moeten vensters trapsgewijs, horizontaal en verticaal gerangschikt kunnen worden. 
Structuurelementen (geocode, kilometrage en campagne) van de ene grafiek moeten in de andere grafiek kunnen worden overgenomen. 
Het moet mogelijk zijn vensters, of combinatie van vensters te synchroniseren. 
Gekoppeld aan structuurelementen, met behoud van offset, met behoud van schaalverschil (zoomniveau). S 
4.2.36 Het moet mogelijk zijn te zoeken naar meetwaarden en combinaties van meetwaarden.  
Ook moet het mogelijk zijn om zoekwaarden te accentueren en vooruit en achteruit te navigeren naar resultaten. C 
4.2.37 Het moet mogelijk zijn opmerkingen toe te voegen en deze te configureren (wel of niet afdrukken, verplaatsen, lengte, breedte, navigeren) C 
4.2.38 In grafische weergaven moeten gebieden zijn aan te wijzen (af te grenzen). 
De gegevens binnen de aangegeven grenzen moeten geselecteerd kunnen worden en in tabelvorm in een rapportage geplakt kunnen worden. C 
4.2.39 In grafische weergaven moeten grenswaarden kunnen worden aangegeven. 
De gegevens boven onder of tussen de grenswaarden moeten geselecteerd kunnen worden en in tabelvorm in een rapportage geplakt kunnen 
worden. C 
4.2.40 Het moet mogelijk zijn al dan niet bewerkte grafieken en bijbehorende opmerkingen te selecteren en deze op te slaan (werksessies).  
                  De opgeslagen grafiek kan dan afzonderlijk bewerkt worden. C 
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4.2.41 Het moet mogelijk zijn gedrag en weergave van de presentatievensters van BBMS aan te passen. Hieronder volgt een niet uitputtende lijst  
                  van gewenste instelmogelijkheden. 
 
1. Aan en uit zetten tooltips. Opmaak tooltips. 
2. Tonen doelpositie bij slepen en neerzetten. 
3. Bij afdrukken configureren van af te drukken (grafiek)onderdelen. 
4. Wijze van laden van gegevens om het presenteren van gegevens (vooral grafisch) te kunnen versnellen. 
5. Kliknauwkeurigheid muis. 
6. Vergrotingsfactor bij in- en uitzoomen. 
7. Tussenafstanden schaalverdeling. 
8. Cijfers achter de komma (offsetwaarden). 
9. Laatst gebruikte zoomniveau bewaren voor volgende sessie. 
10. Keuze tussen vector of bitmap formaat bij kopiëren naar klembord. 
11. Aanmaken bewaren, aanpassen en verwijderen van sjablonen. 
12. Configureren van weergave van sjablonen. 
13. Pagina instelling (zoals marges, formaat, kop- en voettekst. 
14. Afdrukvoorbeeld. 
15. Afdrukken legenda en metagegevens (bijvoorbeeld meetperiode). 
16. Wijze en snelheid van navigatie door frames. 
17. Doorzichtigheid en weergave van achtergrond en randen van 3D frames. 
18. Schaal van y-as op basis van getoonde of alle waarden. 
19. Weergave van tijdelijke opmerkingen (zoals kleur, lettertype, afmetingen, plaatsing. 
20. Wachtwoord. 
21. Map voor tijdelijke bestanden. 
22. Cache voor configuratieobjecten. 
23. Comprimeren van verkeer met server. 
24. Verbinding met server online of offline. 
25. Tonen van meldingen aan en uit kunnen zetten. 
26. Beheren van een persoonlijke lijst met veelgebruikte baanvakken, campagnes, contractgebieden, etc. 
27. Kopiëren van persoonlijke lijsten door andere gebruikers 
                                  ( naar keuze vervangen of toevoegen). S 
4.2.42 Foto’s moeten geopend kunnen worden via links in grafieken en tabellen. 
Door foto’s dient handmatig genavigeerd te kunnen worden, maar ook via een dia voorstelling met instelbare snelheid. 
Helderheid, contrast, grijswaarden moeten aangepast kunnen worden. 
Foto’s en uitsneden daarvan moeten naar verschillende formaten geëxporteerd kunnen worden in verschillende resoluties. S 
4.2.43 Data-editor functies. 
Data moeten aangemaakt, bewerkt en verwijderd kunnen worden, ondersteund met sneltoetsen.  
                  Doel is om data in één bewerking in te voeren en daarna in één keer (dus sneller) in de database te laden (exporteren).  




4.2.44 Er dient contextgevoelige helptekst beschikbaar te zijn. Hierbij is een sterke voorkeur voor de Nederlandse taal. S 
4.2.45 Voor veel voorkomende functies en voor functies die veel handelingen vragen dienen toetscombinaties (sneltoetsen) gedefinieerd te zijn.  
                  Deze dienen eenvoudig te zijn aan te passen, toe te voegen en te verwijderen. S 
 Beschikbaar stellen exports (4.3) 
4.3.1 Meetdatasets, rapportages en views kunnen in diverse formaten vanuit BBMS verkregen worden middels exports.  
                  De specificatie per meetdataset benoemt deze. M 
4.3.2 Bij een export hebben gebruikers de mogelijkheid om data op de volgende wijze te selecteren: 
 Selecteren van meetdataset, (samengestelde) rapportages of views 
 Een (groep) van Geocodes en/of contract gebieden 
 Spoornummers 
 Kilometerlint en kilometrering 
 Contractgebied 
 Corridor 
 Combinaties van bovengenoemde criteria S 
4.3.3 Per meetdataset wordt een set van standaard exports binnen BBMS beschikbaar gesteld.  S 
4.3.4 De eindgebruiker heeft de mogelijkheid om zelf (ad hoc) exports op te stellen binnen een meetdataset (enkelvoudige exports). S 
4.3.5 De eindgebruiker heeft de mogelijkheid om zelf (ad hoc) exports op te stellen waarbij gegevens vanuit meerdere datasets betrokken  




5.2.1.1 Overzicht non-functional requirements 
 
Algemene eisen 
9.1.1 Eisen uit Acceptatiecriteria KA+AB 
M 
9.1.2 Eisen uit Aansluitvoorwaarden ProRail 
M 
9.1.3 eisen uit Technology Roadmap 
S 
9.1.4 eisen uit Handboek Informatiebeveiliging 
M 
9.1.5 eisen uit Informatiebeveiligingsbeleid 
M 




9.2.1 De applicatie moet om kunnen gaan met het mechanisme van Single Sign on (SSO) M 
9.2.2 Authenticatie (waar nodig) geschiedt via de Active Directory via LDAP protocol M 
9.2.3 Beheer moet verschillende gebruikersgroepen verschillende rechten kunnen geven voor de applicatie via een beheertool/applicatie M 
9.2.4 De applicatie wordt geïnstalleerd op een centrale server en draait op een webbrowser (thin client) op de werkplek. Schermoutput wordt gegenereerd op de centrale 
server. De toegepaste middelware op deze server is zo min mogelijk platformafhankelijk  M 
9.2.5 Alle applicaties zijn volledig webbased of dienen binnen het project webbased gemaakt te worden. Dit geldt voor alle functies. M 
9.2.6 Active-X componenten zijn niet toegestaan. M 
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9.2.7 De applicatie moet vanuit VM Ware omgeving kunnen draaien M 
9.2.8 Gebruik van de verschillende data en applicatieonderdelen moeten op gebruik en performance gemeten kunnen worden. M 
9.2.9 Performance moet SMART gemeten kunnen worden. M 
9.2.10 De applicatie heeft ruime mogelijkheden voor zowel functioneel als technische beheerders om de applicatie aan te passen aan de behoeften van ProRail. Er zijn 
onder meer parameters bekend en beschikbaar om de performance te kunnen optimaliseren  S 
9.2.11 Als er sprake is van maatwerk wordt de sourcecode eigendom van ProRail. ProRail heeft het recht en de mogelijkheid om maatwerk functies aan te passen. M 
9.2.12 Voor printen/plotten/Exporteren wordt gebruik gemaakt van een template die de beheerder middels een GUI kan aanpassen. M 
9.2.13 Downloads door gebruikers van data uit de applicatie worden nooit op de centrale server opgeslagen maar altijd lokaal op de cliënt machine. M 
 
SLA eisen 
9.3.1 Een standaard Service Level Agreement is beschikbaar. S 
9.3.2 Leverancier is bereid om in samenspraak met ProRail te komen tot een ProRail specifieke SLA. M 
9.3.3 Leverancier heeft aantoonbare ervaring met het invullen van de dienstverlening op basis van de standaard SLA. M 
9.3.4 Voor het oplossen van incidenten beschikt leverancier over een service organisatie die in staat is om binnen de afgesproken tijd en indien noodzakelijk ter plekke storingen 
aan het systeem te verhelpen. 
M 
9.3.5 De service organisatie beschikt over een eenduidig aanspreekpunt. M 
9.3.6 Een beschrijving van het release management proces is aanwezig. M 
9.3.7 Een beschrijving van het change management proces is aanwezig M 
9.3.8 Een beschrijving van het test proces is aanwezig en bij oplevering worden testrapporten overlegd. M 
9.3.9 De service organisatie heeft kennis geborgd en het oplossen van incidenten en uitvoering van het release proces is onafhankelijk van individuele medewerkers. M 
9.3.10 De service organisatie rapporteert aan ProRail over de overeengekomen service levels, deze rapportage bestaat in ieder geval uit een overzicht van geplande en 
gerealiseerde uren per melding en de status van per melding.  
M 
 
9.4.1 Voorafgaand aan opdrachtverstrekking zal ProRail de onderhoudbaarheid van het aangeboden pakket laten beoordelen door een onafhankelijke derde partij. 
Deze partij zal daartoe een directe analyse uitvoeren van de broncode. 
In bijlage Error! Reference source not found. wordt deze analyse nader toegelicht. M 
9.4.2 Met de leverancier zal een Non Disclosure Agreement worden overeengekomen dat geldig blijft zolang ProRail geen eigenaar van de software is. M 
9.4.3 De bereidheid deze beoordeling te laten uitvoeren is een “knock-out” (NoGo) criterium, hetgeen is opgenomen in de gunningscriteria. M 
9.4.4 Tijdens aanpassing van het pakket dient de leverancier bereid te zijn de kwaliteit wekelijks te laten beoordelen. Op het moment van beschikbaar stellen dient de baseline 
van geleverde code niet verder dan drie werkdagen in het verleden te liggen. S 
9.4.5 De leverancier dient de ProRail JAVA codeerstandaard te volgen. S 
9.4.6 Ook voor andere talen geldt dat aan deze JAVA standaards voldaan dient te worden. 
Tenzij deze niet generiek zijn en ook niet eenduidig vertaald kunnen worden naar toepassing binnen die andere taal. S 
 
Installatie eisen 
9.5.1 Het systeem dient flexibel configureerbaar te zijn. Er mogen geen harde verwijzingen zijn naar driveletters, lokale printers, paden en temp bestanden. M 
9.5.2 Het systeem dient voorzien te zijn van een installatieprogramma of script waarmee alle installatiehandelingen geautomatiseerd zijn uit te voeren.  M 
9.5.3 Het systeem dient voorzien te zijn van systeemdocumentatie (release documentatie, installatiedocumentatie, gebruikersdocumentatie) waarmee technisch en functioneel 








9.6.1 Het systeem dient aan alle eisen zoals gedefinieerd in de ProRail beveiligingsstandaard en beveiligingsbeleid te voldoen [5]. M 
9.6.2 Het systeem dient de bij ProRail gebruikte Active Directory server te gebruiken voor het authenticeren en autoriseren van gebruikers.  M 
9.6.3 Het systeem dient het verrichten van handelingen door gebruikers selectief toe te staan, op basis van de rechten die hen binnen een autorisatiegroep zijn toegekend. Deze 
rechten worden op basis van rollen en gebruikersgroepen toegekend. M 
9.6.4 Het systeem dient de toegang tot meet datasets door gebruikers selectief toe te staan, op basis van de rechten die hen binnen een autorisatiegroep zijn toegekend. Deze 
rechten worden op basis van rollen en gebruikersgroepen toegekend. Selectie van meetdatasets moet plaats kunnen vinden op diverse aspecten zoals: geografie, periode 
in de tijd, leverancier van datasets en de zoekcriteria genoemd in eis 4.2.8. M 
9.6.5 Het systeem biedt beheerders de mogelijkheid om meerdere autorisatiegroepen vast te leggen. M 
9.6.6 Het systeem biedt de mogelijkheid om meerdere gebruikers in een autorisatiegroep vast te leggen. De beheerder moet de autorisatie van een enkele gebruiker voor een 
nader te bepalen periode tijdelijk uit kunnen breiden onafhankelijk van de overige leden van de autorisatiegroep. M 
9.6.7 BBMS maakt voor de autorisatie gebruik van autorisatie profielen. Per autorisatie profiel kan bepaald worden welke functionaliteit ter beschikking wordt gesteld. Autorisatie 
profielen kunnen worden aangepast. 
Minimaal worden onderstaande autorisatie profielen voorzien: 
- Profiel per doelgroep benoemd in hoofdstuk Error! Reference source not found. 
Voor iedere leverancier wordt een afzonderlijke profiel gedefinieerd. 
- Applicatie beheerder & Functioneel beheerder S 
9.6.8 Het systeem logt alle activiteiten van alle gebruikers. NB Ook de leveranciers van meetdatasets en de beheerders zijn gebruikers. Deze logging wordt ingedeeld in 
categorieën zodat gebruikers en beheerders snel inzicht kunnen krijgen in bepaalde type activiteiten. 
De logging dient zodanig te worden ingericht dat alle uitgevoerde processtappen achteraf zijn te traceren. Dit geldt ook voor de resultaten van de betreffende acties 
(rapportages, meldingen, etc.). De logging wordt weergegeven als leesbare tekst (niet gecodeerd). M 
9.6.9 Toegang tot het systeem van buiten ProRail is alleen mogelijk met behulp van een token. De Rechten voor externe (buiten ProRail) gebruikers moeten volgens de 




9.7.1 Bij het opleveren van een release naar de acceptatieomgeving dient een performance testrapportage opgeleverd te worden met daarin resultaten van de latency- load- en 
stresstesting. M 
9.7.2 De applicatie dient schaalbaar te zijn, door het inzetten van meerdere servers. 
Daarbij moet load balancing kunnen worden toegepast. M 
9.7.3 Wanneer grote meetdatasets ingelezen worden mogen de responsetijden voor andere gebruikers stijgen met maximaal 20%. Dit geld ook video en fotobestanden.  S 
9.7.4 Om performancerisico’s te voorkomen dienen video en fotobestanden automatisch (zonder interactie van beheerders) te kunnen worden ingelezen buiten kantooruren. M 
9.7.5 Uit performanceoverwegingen worden Videobestanden alleen in gecomprimeerde vorm ontsloten. Transcodering vindt plaats mbv een veelgebruikte codec die deel 
uitmaakt van de gewenste Windows versie uit de Aansluitvoorwaarden ProRail [2] en op zodanige wijze dat gebruikers geen performance effect bemerken. 
Om aan deze eis tegemoet te komen kan transcodering op een andere server, of buiten kantooruren worden uitgevoerd. S 
9.7.6 Als tijdens het synchroon tonen van baanbeelden, diagrammen en geografische beelden de selectie in een viewer verandert dienen de drie genoemde presentatievormen 
in 90% van de gevallen binnen 3 seconden ververst te worden en synchroon te blijven lopen. S 
9.7.7 Als de selectie in één viewer verandert dienen de andere viewers in 90% van de gevallen binnen 5 seconden gesynchroniseerd te worden. S 
9.7.8 Het systeem is voorzien van een wachttijd indicatie als de wachttijd langer is dan de hierboven genoemde responsetijden. S 
9.7.9 Bovengenoemde responsetijden gelden ook indien 200 gebruikers tegelijk het systeem gebruiken en van die 200 gebruikers maximaal 40 gebruikers tegelijkertijd video- of 






Hulp- en opleiding eisen 
9.8.1 Het systeem dient zodanig opgezet te worden dat bijvoorkeur geen, maar maximaal een halve dag opleiding nodig is voor de gebruikers. S 
9.8.2 Het systeem dient opgeleverd te worden met een online help functie. De online help functie dient in het Nederlands te zijn. 
Bronteksten van de online help dienen meegeleverd te worden zodat de beheerder deze kan aanpassen. M 
9.8.3 Een quick reference card met een opsomming en beknopte beschrijving van de belangrijkste functies dient opgeleverd te worden. M 
9.8.4 Handleiding voor gebruikers dient in documentvorm te zijn. Handleiding bevat werking van de verschillende functies en instructies hoe en onder welke voorwaarden die 
functies moeten en kunnen worden uitgevoerd.  M 
9.8.5 Brontekst van de handleiding dient meegeleverd te worden zodat de beheerder deze kan aanpassen, bijvoorbeeld in Word formaat. M 
9.8.6 Het helpsysteem dient bij raadpleging automatisch de relevante informatie te selecteren afhankelijk van de getoonde informatie („context sensitive help‟). S 
9.8.7 Bij opleveren van nieuwe releases in de acceptatieomgeving is geen opleiding nodig. S 
9.8.8 Tegelijkertijd met de release worden releasenotes uitgebracht voor beheerders en gebruiker en worden alle hulp en opleidingfuncties en alle documentatie 
geactualiseerd. M 
9.8.9 De naamgeving binnen BBMS komt overeen met de binnen ProRail gangbare naamgeving voor objecten, parameters binnen een dataset, rapportages en views. S 
9.8.10 De bediening in BBMS komt overeen met de bediening van standaard MS Windows applicaties. Waar mogelijk wordt grafisch gewerkt of grafisch ondersteund. S 
9.8.11 Foutmeldingen zijn in het Nederlands en geven volledige situatiespecifieke informatie over de oorzaak, locatie en moment van optreden van de fout. De foutmeldingen 
worden weergegeven in leesbare tekst (niet gecodeerd). M 
 
Ontwikkelmethodiek 
9.9.1 Alle nieuwe of aangepaste functionaliteit zal na vrijgave onderdeel uitmaken van het standaardpakket. M 
9.9.2 Ontwikkeling dient op een transparante en traceerbare manier plaats te vinden. 
Dit betreft onder andere het vastleggen van besluiten en ontwerpkeuzes, het tijdig opleveren van documentatie en het proactief communiceren over resultaten en 
afwijkingen van de planning. M 
9.9.3 Er dient voldoende gelegenheid te zijn voor gebruikerstesten. 
Daarbij gaan we uit van een iteratief ontwikkelproces met iteraties van 2 of 3 weken en per iteratie 2 resp. 3 dagen gelegenheid tot testen. M 
9.9.4 De leverancier dient te beschrijven welk deel van het testproces zij voor haar rekening neemt en wat zij van ProRail verwacht. M 
9.9.5 Tijdens ontwikkeling wordt alle code bij voorkeur dagelijks gecompileerd en gebouwd. 
Wekelijks wordt de code aangeboden ter beoordeling van de codekwaliteit en het voldoen aan afspraken ten aanzien van architectuur en codeerstandaards (zie 
Onderhoudbaarheid). S 
9.9.6 De leverancier dient het door hem gehanteerde werkwijze en haar ontwikkelproces beschreven te hebben en aan ProRail ter beschikking te stellen. M 
9.9.7 Onderwerpen die in de werkwijzebeschrijving aan bod dienen te komen zijn: Projectaanpak, Risicobeheersing, Configuratiebeheer, Kwaliteitsbeheersing (waaronder 
reviewmethode), Communicatiemethode, Projectbeheersing en beheer van eisen, wijzigingen en ontwerpkeuzes. M 
9.9.8 Per processtap moet duidelijk beschreven zijn wat start- en afsluitcondities zijn en welke producten opgeleverd worden. Hierbij gaat het om producten in ruime zin zoals 
software, documenten, documentatie, risicoregisters, kwaliteitsregisters en configuratieoverzichten. 
Uit de beschrijving dient expliciet naar voren te komen wanneer er oplevermomenten zijn en wanneer van ProRail input of besluitvorming gevraagd wordt. M 





BBMS Functioneel Ontwerp 
 
Inleiding 
In workshop op 5 juli is het thema dekkingslagen besproken. In deze workshop kwam naar voren dat in BBMS in eerste instantie niet wordt gepland. De 
benodigde data voor dekkingslagen, zoals contract en planning worden aangeleverd. 
 
Als leidraad voor de structuur van deze notitie zijn de eisen van het PvE genomen. Doel van deze notitie is een beeld te geven hoe dekkingslagen kan worden 
ingericht in BBMS. Het bijdragen aan de beeldvorming voor toekomstige invulling. 
 
Eisen PvE 
Voor dekkingslagen zijn onderstaande eisen opgenomen in het PvE BBMS versie 2.0. 
2.1.2 Om inzicht te houden in de te verwachten meetdata en de realisatie van de gecontracteerde meetdiensten wordt op de asset data in 




 Oplevering meetgegevens 
Dekking aanbrengen houdt in dit verband in het per meetdataset of parameter van een meetdataset aan een  laag toewijzen van delen van 
de railinfrastructuur. BBMS is ingericht om op de asset data in 4 lagen dekking aan te kunnen brengen. 
2.1.3 Daar het contract kan bestaan uit meerdere metingen per jaar, wordt op de dekkingslaag contract de frequentie aangegeven. Voor de 
dekkingslagen planning, uitvoering en meetgegevens zijn per laag meerdere dekkingen per jaar beschikbaar. 
2.1.4 Dekkingslagen kunnen zowel handmatig aangebracht worden in BBMS zelf als geïmporteerd uit een externe bron. 
2.1.5 Het handmatig vullen van een laag wordt gedaan op grafische kaarten door het aanklikken van de delen van de railinfrastructuur (per USIS-
id of alle USIS-id’s binnen een door de gebruiker aan te duiden bereik), waarmee dat element toegewezen wordt aan een van de 
dekkingslagen. 
2.1.6 Dekkingslagen kunnen eenvoudig toegewezen worden aan individuele parameters, aan een meetdataset of aan meerdere meetdatasets 
tegelijk. 
2.1.7 Gebruikers kunnen vergelijkingen maken tussen verschillende lagen waarbij rekening gehouden wordt met de frequentie per jaar en de 
meerdere dekkingen per laag. Hiermee is BBMS in staat te beoordelen of bijvoorbeeld een spoor met frequentie 3x per jaar in de 
contractlaag afgedekt wordt door 3 dekkingen in planning, uitvoering of meetgegevens. 
2.1.8 De verschillen in dekking worden zowel tabellarisch als grafisch weergegeven. 
2.1.9 De dekkingslagen kennen binnen BBMS gelijke beheers- en gebruiksfunctionaliteiten als de meet- en metadata, zoals autorisaties, instellen 
tijdsperiode, exports etc. 
2.2.1 Bij het innemen van meetdata wordt bepaald in hoeverre de afspraken uit het meetcontract al zijn nagekomen. De planning van de te 
meten baanvakken en sporen wordt daarbij vergeleken met de sporen waarvan meetgegevens zijn ingenomen. Voor sporen waar “gaten” 






Tijdens de workshop zijn de volgende aannames gemaakt: 
 
- De data voor dekkingslagen wordt aangeleverd door derden. Wijze van aanlevering en verwerking daarvan staat nog open. Zal in de toekomst door 
middel van datasetbeschrijving worden uitgewerkt. 
- In BBMS vindt geen planningsoptimalisaties plaats (wordt niet als planningstool ingezet) 
- Het accent ligt vooral op het visualiseren.  
 





2.1.3 Daar het contract kan bestaan uit meerdere metingen per jaar, wordt op de dekkingslaag contract de frequentie aangegeven. 
Voor de dekkingslagen planning, uitvoering en meetgegevens zijn per laag meerdere dekkingen per jaar beschikbaar. 
 




Figuur 1: voorbeeld diagram weergave dekkingslagen met verschillende frequentie 
 
Figuur 2: legende kleurbetekenis 
Via het navigeren met de muis op betreffende diagram, kan aanvullende informatie worden getoond. 
 




In principe kunnen we dekkingslagen data beschouwen als een soort van meetdata. Daarmee is het ook mogelijk deze data te importeren, zoals beschreven 
in het FO document 02 Concept-Automated import - Geometry+Pictures_v10 ProRail reviewed. 
Het ligt voor de hand dat voor deze data dan ook dataset beschrijving aanwezig moet zijn. 
 
Naast de geïmporteerde dekkingslagendata kan deze data ook gewijzigd worden in de standaard gegevenseditor. 
 
 
Figuur 3: Voorbeeld van gegevenseditor om data handmatig in te voeren of wijzigen. 
 
2.1.2 Om inzicht te houden in de te verwachten meetdata en de realisatie van de gecontracteerde meetdiensten wordt op de asset data 




 Oplevering meetgegevens 
Dekking aanbrengen houdt in dit verband in het per meetdataset of parameter van een meetdataset aan een  laag toewijzen van 
delen van de railinfrastructuur. BBMS is ingericht om op de asset data in 4 lagen dekking aan te kunnen brengen 
 
 
De informatie wordt per dekkingslaag opgeslagen in een gegevenstype. Hiermee is dan ook gelijk mogelijk de verschillende lagen te creëren. 
 
Grafisch kan dit in een diagram getoond worden, waarbij op de verticale as de tijd wordt getoond en de horizontale as het betreffende traject. Daarnaast krijgt 
iedere laag zijn eigen kleur, om deze kunnen onderscheiden. In principe zou ook per dekkingslaag een diagram worden ingericht. Inrichting is mede 




Bijlage III Requirements SBG++ 
Het project SBG++ heeft de Military Standard 498 naar eigen zeggen gevolgd. De inhoud van de 
documenten voldoet weliswaar niet helemaal aan hetgeen de data item descriptions van de Military 
Standard 498 voorschrijven, maar de nodige documentatie is wel opgesteld. De unieke identificatie 
van requirements is niet zuiver doorgevoerd. Er is wel gewerkt met een User Stories nummering maar 
deze is niet overal te herleiden. Onderstaand volgen voorbeelden van de verschillende documentatie 
die is opgesteld en geven inzicht in de wijze waarop de requirements zijn vastgelegd en hoe 
bijvoorbeeld de User Stories nummering is gehanteerd. 
 
Operational Concept Description 
In het OCD word een systeembeschrijving gegeven van het huidige systeem met taken en het nieuwe 
systeem. De verschillende rollen worden bijvoorbeeld beschreven. 
 
Planner  
Bewaakt het plan op uitvoerbaarheid en onderhoudt het door:  
o Effect VKL vertragingberichten in te schatten (rijwegconflict - wie eerst, 
spoorbezettingconflict, aansluitingen) en zo nodig plan daarop aan te passen  
o Verwerken VKL dienstregelingberichten n.a.v verstoringen  
  Verwerken effecten bijzondere voorvallen in het plan zoals:  
o Effecten van storing in de infra op de dienstregeling onderkennen en verwerken  
o Effecten van storing in de infra op het rijwegplan onderkennen en verwerken  
 
Maar ook de systeemondersteuning van het huidige systeem wordt per taak omschreven. 
 
Bewaken uitvoerbaarheid plan door planner lange termijn (C)  
Planner lange termijn bewaakt binnen zijn tijdscope of het plan uitvoerbaar is/blijft. Hij doet dit door de 
planregels in de planvensters te toetsen op uitvoerbaarheid naar aanleiding van verstoringen in de 
treindienst die hij veelal verneemt van de verkeersleider of verstoringen binnen zijn gebied die hij 
afstemt met zijn omgeving. 
 
Er wordt een rechtvaardiging uiteen gezet voor het te bouwen systeem. Bijvoorbeeld: 
 
2. Knelpunten in systeem functionaliteiten [1] Het systeem biedt geen optimale / niet voldoende 
ondersteuning bij de taken die de treindienstleider moet uitvoeren. 
 
Door middel van een tabel worden de verschillende knelpunten met het huidige systeem weergegeven 
en wordt aangegeven wat wel/niet wordt opgelost. 
 
SBG01  De juistheid en 




in de planvensters en 
SBG.  
Door het procesplan van een 
PPLG volledig en in 
samenhang op een grafische 
wijze te presenteren is voor 
elke activiteit duidelijk zichtbaar 
of de planregels volledig en 
juist zijn.  
Met behulp van printscreens worden vervolgens een groot aantal scenario’s geschetst en complexe 
praktijkvoorbeelden uitgediept. Dit alles tekstueel in het OCD. 
 
 
Software Requirements Specification 
In het SRS worden de User Stories beschreven, onderstaand twee voorbeelden. 
 
Sporen 
SBG++ toont een grafiek met daarin alle relevante sporen naast elkaar. Deze sporen worden 
weergegeven als verticale lijnen. In deze grafiek loopt de tijd van beneden naar boven (US039).  
 
Langs de bovenrand van de grafiek worden de spoornamen getoond, langs de linkerrand de 




In de oude SBG loopt de tijd van links naar rechts, en staan de sporen boven elkaar. De belangrijkste 
reden om bij SBG++ de sporen langs de x-as te tonen is dat er op die manier meer sporen kunnen 
worden getoond (althans bij een landscape beeldscherm). Meer sporen kunnen tonen is nodig omdat 
SBG++ niet alleen perronsporen laat zien, maar ook alle overige sporen. (Daarnaast geldt dat het 
aantal sporen in de oude SBG sowieso al onvoldoende was.)  
 
De default afstand tussen sporen is 4 staafbreedtes. (Wat een staafje is wordt uitgelegd in het 
hoofdstuk over bezettingbeelden.) Deze afstand is configureerbaar. De gebruikte eenheid daarbij is de 
breedte van een staafje. Dat zorgt ervoor dat de afstand tussen sporen automatisch meeschaalt als 
de staafjes breder of smaller worden gemaakt.  
 
Aankomst na vertrek 
In de planning kan het voorkomen dat een aankomst zozeer vertraagd is dat de aankomsttijd na de 




Deze situatie wordt niet getekend als een bezetting omdat er feitelijk geen bezetting is gedurende die 
tijd: een trein kan niet een spoor bezetten voorafgaand aan de aankomst. Als tussen aankomst en 
vertrek een andere activiteit (b.v. een doorkomst) plaatsvindt op hetzelfde spoor, dan wordt dit niet 
beschouwd als een conflict.  
 
Er kan een mix ontstaan van rode en groene staafjes in een bezettingbeeld. Neem als voorbeeld de 
onderstaande splitsing: trein 12 wordt gesplitst in treinen 14 en 16: 
 
Aankomst 12 12:30 
Vertrek  14 12:34 










(De tijdstippen dienen ter verduidelijking. In SBG++ worden deze niet getoond.) 
 
Echter, trein 12 heeft 7 minuten vertraging: 
 
Aankomst 12 12:37 
Vertrek  14 12:34 








Het linker staafje symboliseert nog steeds de materieelrelatie tussen trein 12 en trein 14, maar omdat 
de aankomst na het vertrek volgt (volgens het plan, in het echt kan dat natuurlijk niet) wordt het niet 
als bezetting getoond.  
Het rechter staafje symboliseert de materieelrelatie tussen trein 12 en trein 16. Dit is een normaal 
staafje: aankomst voor vertrek, dus niet ondersteboven en groen gekleurd.  
 
Zoals te zien is zijn de User Stories tekstueel, detaillistisch van aard en waar nodig geacht voorzien 
van een afbeeling of scherm prints.  
 
Interface Requirements Specification 
Er is een IRS opgesteld waarin alle eisen gerelateerd aan de interface met de Enterpise Service Bus 
en SBG++ systeem componenten worden beschreven. Deze eisen zijn tekstueel. 
 
Enkele voorbeelden van deze eisen: 
 
Cardinaliteit 
Voor alle SBG++ instanties op een VL post zal 1 Consuming Endpoint (CEP) worden uitgevoerd. Dit 
endpoint zal uit beschikbaarheidoogpunt redundant worden uitgevoerd. De implementatie van het 
endpoint dient voorbereid te zijn op horizontaal schalen. 
 
I-BESCH-1 Het SBG++ Consuming endpoint dient redundant uitgevoerd te worden. Een evt. falen 
van het endpoint mag voor een consumer geen impact hebben. 
 
I-CARDI-1 De implementatie van het SBG++ consuming endpoint (CEP) dient voor load 
balancing doeleinden voorbereid te zijn voor horizontaal schalen. Dit dient transparant 
te zijn voor de implementatie van SBG++. 
 
I-CARDI-2 Op elke VL post zal één (redundant) SBG++ Consuming Endpoint uitgevoerd worden 
voor de op die post aanwezige SBG++ instanties. 
 
Het komt er in feite op neer dat er per EMS regio een SBG++ endpoint wordt 
uitgevoerd. Voor een evt. SBG++ applicatie op de centrale Post21 locatie kan evt. ook 
een endpoint worden uitgevoerd. 
 
Vereiste Toestanden 
I-INTSTART-1 Bij het opstarten van een SBG++ instantie of het CEP dient ten allen tijde de interface 
weer volledig operationeel te worden, onafhankelijk van de volgorde van opstart. 
 
Voor zowel CEP als afnemers mogen geen aannames worden gedaan over het al dan 
niet aanwezig zijn van de ander. Willekeurig welke partij het eerst gestart wordt, 




I-BERICHT-1 De request-reply berichten (de http -) op de interface dienen te voldoen aan 
ProRailML richtlijn. Voor deze interface gaat het om de volgende berichten: 
 
   SubscribeRequestARP 
97 
 
   SubscribeResponseARP 
   RenewARP 
   RenewResponseARP 
   UnsubscribeRequestARP 
   UnsubscribeResponseARP 
   GetTopicsRequestARP 
   GetTopicsResponseARP 
    
 
Voldoen aan de ProRailML richtlijn betekent concreet dat berichten SOAP berichten 
moeten zijn, de SOAP header WSA-Adressing velden bevat en dat de inhoud van de 
SOAP body voldoet aan het Canonical Data Model (CDM). 
 
Voor asynchrone berichten (Notify) wordt hiervan afgeweken. De inhoud van de EMS 
body moet wel aan het CDM voldoen. 
 
De request-reply berichten zijn vastgelegd in de WSDL in Bijlage A. 
 
 




I-BERICHT-3 In de SOAP header van de berichten dient gebruik te worden gemaakt van WS-
Addressing berichtvelden volgens de specificatie Error! Reference source not 
found..  
 
De SOAP binding voor WS-Adressing is nodig om een transport onafhankelijk routing 






Bijlage IV Requirements Routelint 
Operational Concept Description 
In het project Routelint is een Operational Concept Descriptions opgesteld. Zoals met de volgende 
printscreens wordt aangetoond is zo’n Operational Concept Description geheel volgens de standaard 
opgesteld en is eventuele afwijking expliciet vermeld. 
 
 









Figuur 66 "Operational Concept Description Routelint" 
 
System/Subsystem Specification 
De System/Subsystem Specification bevat alle eisen in uitgeschreven vorm. Elke eis heeft een prefix 





Figuur 67 'SSS Routelint voorbeeld Prefix' 
 
Software Requirements Specification 
In de Software Requirements Specification zijn de eisen op vergelijkbare wijze uitgeschreven als in de 
System/Subsystem Specification. Het document is ook hier volledig opgesteld volgens de Data Item 
Description. Ook de prefix die gehanteerd is, is gelijk.  
 
 






System/Subsystem Design Description 
In de System/Subsystem Design Description wordt eveneens gebruik gemaakt van de dezelfde prefix 
als in de specificatie documentatie. Bij ontwerp keuzes of architectuur ontwerpen wordt (via deze 
prefix  bijvoorbeeld) naar de System/Subsystem Specification verwezen. 
 
Figuur 69 "Ontwerpkeuze met referentie  naar SSS" 
 
 





Bijlage V Requirements RRCB 
Om inzicht te geven in vastlegging van requirements bij het project RRCB volgen nu enkele voorbeelden. 
 
High level business requirements zijn vastgelegd in tabellen waarbij wordt aangegeven wat de requirement is, wie de stakeholder is, of de huidige applicatie 
voorziet en wat het gevolg zal zijn. De requirements zijn voorzien van een nummer.  
Tabel 




Use Cases RRCB 
Met de start van het project is begonnen om de High Level Requirements zoals in tabel 1 weergegeven te verzamelen. Op basis van gesprekken met 
gebruikers zijn ook diverse Use Cases opgesteld. Deze worden voorafgegaan door een Use Case diagram. 
 










In het project heeft men in eerste instantie gekozen voor het toepassen van de Military Standard 498. Dit als gevolg van het feit dat het project in eerste 
instantie gestart is als samenwerking tussen ProRail en Rijkswaterstaat. Deze samenwerking is na vrij korte tijd beëindigdt. 
Als onderdeel van de keuze voor deze standaard is een Software Subsystem Specification opgesteld. In dit document zijn alle requirements opgenomen in 
hoofdstuk 3 zoals de Military Standard 498 voorschrijft. De hoofdstukken die aandacht geven aan kwalificatie en traceability zijn niet opgenomen in het 
document. De requirements zijn vastgelegd in tabelvorm zoals in de afbeelding 36 te zien is of in als Use Case beschrijving welke veelal zijn overgenomen uit 




Figuur 73 'System/Subsystem Specification RRCB' 
 
 
Interface Requirements Specification 
De Interface Requirements Specification beschrijft de interface tussen RRCB, VISI, Riskscope en Sharepoint. Zie afbeelding 37. 




Figuur 74 'Interface RRCB' 
 
