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Il presente lavoro di tesi ha come obiettivo quello di utilizzare l’approccio 
simulativo al fine di creare un valido strumento di supporto alle decisioni in 
ambito di progettazione e formazione sulla Sicurezza Antincendio. 
Tale studio nasce dalla consapevolezza che l’introduzione del Testo Unico 
sulla Sicurezza ha cambiato il modo di “fare” sicurezza all’interno degli 
ambienti lavorativi. La sicurezza non è più intesa come semplice 
adempimento legislativo da rispettare per non incorrere in sanzioni 
economiche e penali ma come un profondo valore sociale a cui deve tendere 
tutta la comunità. Si parla in questo caso di “Cultura della Sicurezza”, intesa 
come quell’insieme di credenze, norme, atteggiamenti e pratiche, sia sociali 
che tecniche, indirizzate a minimizzare l’esposizione a condizioni considerate 
come pericolose. Per attuare questo “cambiamento” è necessario però che 
tutte le figure lavorative (dal datore di lavoro fino ai dipendenti) siano 
coinvolte e formate in materia di sicurezza. Da qui l’importanza della 
formazione/informazione, su cui il D.Lgs. 81/08 pone particolare enfasi.  
Con specifico riferimento alla formazione relativa al rischio incendio, gli 
studiosi hanno evidenziato la necessità di organizzare soluzioni di sicurezza 
antincendio idonee al sistema preso in considerazione, invece di applicare 
semplicemente la tradizionale regolamentazione prescritta e le misure di 
sicurezza antincendio derivanti. Questo ha reso necessario garantire che 
l’analisi comprenda, nella sua trattazione dei possibili scenari d’incendio, le 
caratteristiche e le probabili reazioni degli occupanti gli edifici. Le differenti 
capacità psicomotorie degli occupanti, le diverse reazioni psicologiche, in 





conoscenza dell’edificio in cui si trovano, condiziona il fenomeno 
dell’evacuazione, rendendo necessaria l’attivazione di studi dedicati di 
pianificazione dell’esodo, che devono analizzare caso per caso, a seconda 
della struttura e dei suoi occupanti, quali siano le misure più idonee di 
prevenzione da adottare. 
La progettazione dell’emergenza, basata sull’adozione di misure di 
protezione attiva e passiva coerenti, non può essere quindi in contrasto con le 
naturali tendenze dell’uomo. È imprescindibile allora tener conto delle 
diverse tipologie di persone presenti (di diverso sesso, età, condizione fisica e 
psicologica, cultura) e della loro diversa esposizione al rischio. In funzione di 
questo variano, infatti, sia le possibilità di formazione – informazione 
preventiva, sia le condizioni generali da introdurre come dati di input del 
piano preventivo. 
In tale ottica il suddetto lavoro di tesi considera l’importanza dell’inserimento 
dei fattori umani nella progettazione della sicurezza antincendio, utilizzando 
la simulazione a integrazione e supporto ai tradizionali strumenti di studio 
delle emergenze per ottenere dei piani di evacuazione e gestione delle 
emergenze “dinamici”, dove “dinamico” sottolinea per l’appunto l’intento di 
riprodurre una realtà virtuale in cui osservare l’effettivo svolgimento di una 
evacuazione, rispetto al semplice piano determinato a priori sulla base di 
studi meramente fisici e strutturali. 
Seguendo un approccio del tipo top – down, si è partiti nel presente lavoro 
dallo studio generico della Gestione del Rischio e sua Valutazione, per poi 
soffermarsi sulla Gestione dei rischi relativi alla Sicurezza e, entrando ancora 
più nello specifico, sulle principali modalità di gestione delle emergenze 






Il passo successivo è stato quello di approfondire le tematiche riguardanti il 
comportamento umano in caso di emergenza, riportando i principali studi in 
materia: tramite un approfondito studio bibliografico delle maggiori riviste 
del settore (Fire Safety Journal, Procedia Engineering, Building and 
Environmet, etc.) inerente le teorie comportamentali durante le emergenze ed 
i modelli utilizzati per simularle, si è sottolineato quanto sia fondamentale 
prendere in considerazione il fattore “umano” nella fase di pianificazione di 
qualsiasi misura di prevenzione e protezione. Le azioni errate dell’uomo 
possono infatti rendere inutili tutte le misure attuate per diminuire la 
possibilità di incidenti.  
Tale studio si è infine concluso con l’implementazione di un modello 
simulativo che riproducesse il comportamento umano in caso di evacuazione 
per lo scoppio di un incendio da un’azienda dolciaria, utilizzando il software 
Arena della Rockwell. Per esso sono state previste due differenti 
configurazioni di sistema: una comprendente comportamenti di non 
cooperazione e comunicazione tra gli Occupants e l’assenza di sistemi 
vocali/sonori che indicassero l’eventuale presenza di percorsi resi inagibili 
dall’incendio, ed un’altra comprendente comportamenti di collaborazione e 
comunicazione e la presenza di un sistema di ausilio alle persone con 
indicazioni vocali e segnali luminosi a soffitto con i quali guidare gli 
individui verso percorsi di esodo agibili. 
I risultati delle simulazioni e dell’analisi di scenario spingono a diverse 
importanti considerazioni da parte dei manager, tra cui la determinazione di 
gruppi più vulnerabili di persone o del percorso più frequentato, i potenziali 
benefici di alcune strategie di evacuazione rispetto ad altre, etc.  
In definitiva, il lavoro di tesi considerato ha voluto proporre un approccio 
gestionale che, tramite l’utilizzo della simulazione, sia di supporto alla 





possa essere utilizzato come strumento formativo sulle corrette modalità di 
evacuazione in caso di incendio.  
Lo sviluppo futuro di tale progetto consisterà nell’estendere le considerazioni 
fino a qui condotte per creare un vero e proprio “game”, ossia un luogo 
virtuale in cui testare e quindi formare le persone in materia di evacuazione, 
con lo scopo di ridurre la mortalità per tali situazioni. 
 
 















Gli sforzi per fornire sicurezza sul lavoro nei luoghi di lavoro non sono 
importanti solo per la sicurezza dei lavoratori ma anche per le attività sia 
economiche che finanziarie dell’azienda, per la qualità e la continuità della 
produzione.  
Per tale motivo risulta di fondamentale importanza fornire dei cenni 
preliminari sul rischio, inteso  nella sua accezione generale, al fine di poter 
poi soffermarsi sui rischi per i lavoratori. 
In tale ottica nel presente capitolo, seguendo l’approccio di tipo top – down 
accennato nell’introduzione, verrà trattato in linea generale il concetto 
di gestione del rischio (Risk Management), ossia il processo mediante il 
quale si sviluppano delle strategie per governare il rischio, dopo averlo 
stimato e misutato (Risk Assessment).  






I concetti di rischio, incertezza, imprevedibilità fanno irrimediabilmente parte 
dell’esperienza umana a tal punto da influenzare le scelte e le azioni di 
ciascun individuo. La limitata razionalità umana pone al centro della nostra 
vita il concetto di rischio, in quanto capace di mostrare all’uomo il suo limite 
invalicabile: la conoscenza del futuro, abbattendo la fiducia delle sue capacità 
valutative e decisionali. Oggi l’uomo si confronta col rischio, oltre che con 
avversione, anche con atteggiamento di sfida, dando il via ad una continua 
ricerca di equilibrio tra razionalizzazione degli eventi e utilizzo dell’intuito. 
È impossibile trovare attività naturali o comportamento umano che non siano 
caratterizzati dalla presenza, contemporanea o meno, dell’incertezza e del 
rischio. Solamente le scienze pure, come la matematica e la logica, non si 
confrontano con la dimensione empirica e sono governate dalle ferree regole 
del puro determinismo e della logica deduttiva. 
In particolare, nelle realtà industriali l’importanza del concetto di rischio è 
cresciuta a dismisura negli ultimi decenni a causa della rapidità di 
cambiamento dei contesti operativi in cui operano molte aziende. Questo 
processo di evoluzione ha portato verso impostazioni teoriche in cui la 
caratterizzazione principale è il concetto di dinamicità: l’equilibrio non è più 
ottenuto né interpretato in modo statico ma, al contrario, attraverso una logica 
di evoluzione del sistema complessivo [9]. 
All’inizio del secondo millennio, le forze che influenzano le organizzazioni 
appaiono sensibilmente mutate rispetto a quelle delle generazioni precedenti. 
Nuove tecnologie hanno accresciuto la capacità produttiva, i mercati si sono 
globalizzati, il ritmo della concorrenza ha subito un’accelerazione, il lavoro è 
divenuto più complesso e le competenze dei lavoratori sono migliorate. 
Eppure, nonostante tutti questi cambiamenti, i manager devono prendere le 
stesse fondamentali decisioni che affrontavano alla fine del secolo scorso. I 
manager devono ancora, come sempre, progettare le organizzazioni che 




dirigono con l’obiettivo di renderle competitive: un compito che impegna la 
creatività. Le decisioni che riguardano i sistemi organizzativi hanno 
conseguenze profonde e durature. Per essere pienamente efficiente un 
manager deve capire a fondo le conseguenze che le sue scelte progettuali 
hanno per le unità che dirige [45]. 
In un contesto caratterizzato da elevata complessità e mutabilità, oggi più che 
mai le imprese necessitano di strutture integrate di analisi, misurazione e 
valutazione del rischio, dal momento che una gestione strategica del rischio si 
dimostra in grado di contenere le vulnerabilità e fragilità aziendali. 
Dunque, nel sistema di governo delle imprese, uno degli obiettivi dell’Alta 
Direzione e del Consiglio di Amministrazione è quello di rendere efficiente 
ed efficace il processo di analisi, valutazione e controllo dei rischi. 
In tal senso, un segno importante di innovazione manageriale relativo alle 
problematiche della gestione degli eventi avversi di origine dolosa e 
accidentale, i quali possono procurare un aumento dei costi, decrementi del 
fatturato o, più in generale, un peggioramento della qualità, è l’attuazione di 
una gestione improntata sul Risk Management, dove, nella sua più moderna 
accezione, il Risk Management è rivolto al controllo economico 
dell’esposizione dell’azienda a qualsiasi tipo di rischio. 
Creare una cultura di Risk Management diffusa significa acquisire una 
maggiore consapevolezza di tutti i fattori di rischio che possono 
compromettere il raggiungimento degli obiettivi di business e porre l’accento 
sullo sviluppo di adeguati controlli, tecniche di gestione e comportamenti 
organizzativi volti a mitigarne l’esposizione. 
Un aforisma di Andrè Gide dichiara che “Senza rischi non si fa nulla di 
grande”. Questo per spiegare che nessun investimento è senza incertezza e 
quindi comprendere e padroneggiare il rischio è una delle chiavi per gestire 
gli investimenti e i loro ritorni. Le opportunità di guadagno espongono 
sempre a qualche rischio, ma saranno più facili da ottenere se il manager 
conosce il rischio che affronta e sa gestirlo; se si conoscono in precedenza i 




rischi che si possono incontrare è più facile prevenirli o affrontarli nel 
momento in cui si presenteranno. 
Il management utilizza spesso indicatori di performance per determinare la 
misura in cui un obiettivo è stato o sarà conseguito e normalmente utilizza le 
stesse unità di misura quando deve determinare l’impatto potenziale di un 
rischio sul conseguimento di un obiettivo specifico; tale impatto è meglio 
determinato se si adottano le stesse unità di misura degli obiettivi a cui si 
riferisce. 
La stima delle probabilità e dell’impatto del rischio è spesso determinata 
utilizzando dati relativi a eventi già accaduti (storici), che costituiscono una 
base più obiettiva e reale rispetto a stime totalmente soggettive. I dati di 
provenienza interna, basati sulle esperienze maturate dall’azienda, possono 
risultare meno inficiati da valutazioni soggettive e forniscono, generalmente, 
risultati migliori rispetto ai dati di provenienza esterna (dati ISTAT, 
benchmark, etc.). Anche nei casi in cui i dati di provenienza interna 
costituiscono la fonte primaria dell’informazione, i dati esterni possono 
comunque risultare vantaggiosi se utilizzati per convalidare i primi e per 
migliorare così le analisi. Si deve prestare particolare attenzione quando si 
utilizzano eventi passati per prevedere gli accadimenti futuri, dato che i 
fattori che influenzano gli eventi possono variare nel tempo. 
 
 




Knight, lo studioso che per primo si è concentrato sul rischio come autonomo 
oggetto di studio, afferma che “quello in cui viviamo è un mondo di 
mutamenti ed un mondo di incertezza. Noi viviamo solo perché conosciamo 




qualche cosa del futuro; mentre i problemi della vita o almeno della condotta 
derivano dal fatto che noi ne conosciamo troppo poco. 
Questo è altrettanto vero negli affari come nelle altre sfere di attività. 
L’essenza della situazione sta nell’azione derivante dall’opinione, più o 
meno fondata e valida, che non vi è né ignoranza assoluta, né completa e 
perfetta informazione, ma conoscenza parziale” [32]. 
Nelle parole del Dezzani l’ineliminabile proiezione aziendale nel futuro 
implica che il rischio venga assunto come ineliminabile condizione di 
esistenza di qualsiasi impresa. Il rischio quindi è una realtà imprescindibile 
per l’impresa. Si è certi che dove è presente un’attività imprenditoriale è 
presente anche il rischio, ma in contrapposizione a tale certezza vi è un’ampia 
incertezza che circonda la sua precisa identificazione dovuta al mutare 
continuo delle circostanze d’impresa e di mercato. La genesi dei fenomeni 
incerti e rischiosi viene normalmente individuata nella formulazione delle 
decisioni, nell’assunzione, cioè, di una posizione da parte dell’impresa di 
fronte al possibile evolversi degli eventi futuri. 
Knight, già negli anni ’20, sottolinea l’importanza di guardare alle 
implicazioni e alla natura dell’incertezza. Egli sottolinea come non sia tanto il 
cambiamento in sé – per quanto radicale – ad essere compatibile con la 
presenza di profitti, finchè questo è in una qualche forma atteso, quanto 
l’incertezza. Incertezza che definisce la possibilità di aspettative scorrette 
circa i valori probabili che, conseguentemente, non possono essere messi in 
relazione a risultati futuri. Di estremo interesse è la distinzione fra rischio 
(possibilità obiettiva di tradurlo in fattore di costo e quindi assicurabile) e 
incertezza (fattori non assicurabili e non consolidabili), che lo conduce ad 
affermare che “se tutto ciò che fosse incerto fosse anche rischioso (e 
misurabile) saremmo in una situazione nella quale l’avversione al rischio 
annullerebbe qualsiasi opportunità di profitto”. 
Rischio e incertezza assumono connotati diversi nel momento in cui il futuro 
è noto solo in parte, condizione nella quale gli agenti non sono in grado di 




realizzare giudizi di probabilità circa fatti che solo “verosimilmente” 
potranno accadere. Questi fatti andranno invece scoperti e non solo stimati (si 
riterranno “verificati” ogniqualvolta consentiranno di ridurre il grado di 
ignoranza soggettiva dell’agente); per cui l’imprenditore è una persona che è 
alert nei confronti delle opportunità presenti non colte da altri ed è in grado 
di sfruttare il possesso di conoscenze – anche solo implicitamente – non 
possedute da altri. 
Alcuni rischi possono risultare non controllabili dal management, la maggior 
parte, a differenza, si rivela gestibile e magari sfruttabile per conquistare 
benefici più elevati. Inoltre, facendo propria una definizione più ottimista, 
alcuni rischi possono essere d’aiuto, dato che non è scontato che l’incertezza 
si riveli sempre in modo negativo [36]. 
Incertezza e rischio possono essere considerati come aspetti distinti di una 
stessa realtà: “i due fenomeni, del resto, sono inscindibili: si ha infatti, 
l’incertezza in quanto ogni manifestazione fenomenica è portatrice di rischi” 
[8]. 
Il lavoro di Knight (1921) si presenta come uno dei primi contributi organici 
dedicati al rischio e all’incertezza e contiene anche un’analisi delle 
metodologie adottabili al fine di percepire e misurare, anche solo da un punto 
di vista logico, rischio e incertezza. 
La maggior parte degli studiosi è concorde nel considerare le limitate 






Quando entra in gioco il caso, possiamo fuggire, ma non possiamo 
nasconderci. Moltissimi aspetti della nostra vita sono determinati da eventi 




che non controlliamo completamente, e l’incertezza è ineliminabile.  “Il 
principale aspetto dell’incertezza degli eventi d’azienda nel tempo è 
riconducibile al fatto che esistono nel tempo - durata e che tale tempo è anche 
passato o futuro e non solo presente. L’incertezza degli eventi è dunque 
ineliminabile nella concezione dinamica dell’economia dell’impresa” [12]. 
Le riflessioni realizzate sul tempo e sul processo decisionale consentono di 
individuare nella dinamica aziendale come cause generatrici dell’incertezza, 
due fattori importanti: 
 la variabilità delle azioni future; 
 il carattere di limitatezza della conoscenza umana [8]. 
L’agire in condizioni di incertezza è caratterizzato dal fatto che, nel momento 
in cui viene presa una decisione, colui che è chiamato a decidere non sa quale 
sarà la conseguenza della sua azione: quest’ultima dipenderà dal verificarsi di 
numerose circostanze, le quali concorrono nel determinare il risultato 
dell’azione stessa.  Definire gli stati di natura per un problema di decisione 
equivale quindi a descrivere tutte quelle circostanze dalle quali dipende il 
risultato della decisione: la descrizione deve essere tale che, immaginando 
che un singolo stato di natura si verifichi, le conseguenze della decisione 
siano determinabili in modo univoco. 
 
 
1.2.3 Il Rischio 
 
Nello studio del concetto di rischio, uno dei primi ostacoli che si incontra è la 
presenza in letteratura di un’abbondanza di significati e definizioni.Vi sono 
delle ambiguità nascoste nelle nozioni di rischio e di incertezza. Questi due 
termini sono spesso utilizzati in maniera intercambiabile, ma, negli studi 
ingegneristici hanno significati sostanzialmente diversi. 




In questa impostazione il rischio è esposto in stretta connessione con 
l’incertezza dalla quale deriva; infatti è l’esistenza dell’incertezza che rende 
un evento futuro non perfettamente prevedibile e le conseguenze favorevoli o 
sfavorevoli. Di conseguenza, l’esistenza di una conoscenza perfetta degli stati 
di natura, delle leggi causali che legano gli eventi annullerebbero sia 
l’aleatorietà sia il rischio, in quanto ogni fatto diventerebbe completamente 
prevedibile. 
Secondo Gobbi è nelle differenze tra evento sfavorevole e evento favorevole 
che si caratterizzano i concetti di rischio e di incertezza: gli effetti che 
producono gli eventi favorevoli o indipendenti sono individuati dal termine 
alea; il rischio, viceversa, viene messo in stretta relazione con l’accadimento 
di eventi futuri apportatori di conseguenze sfavorevoli.  
D’altra parte è sempre il soggetto che valuta gli effetti generati da un fatto e 
quindi la differenza tra rischio e incertezza viene ad essere fondata su una 
dimensione puramente soggettiva. Molte impostazioni basano la definizione 
del rischio sulla caratteristica della dualità: tra queste sono da menzionare la 
scuola austriaca con Oberpaileiter (1955) e quella italiana con Sassi (1940). 
L’origine della parola rischio è attribuibile sia alla parola araba risq che alla 
parola latina risicum. In arabo significava “qualcosa che ti è stato dato da Dio 
e dal quale tu trai profitto” ed ha una connotazione di evento fortuito e 
favorevole. Il latino risicum originariamente si riferiva al risultato che 
produce l’impatto di una barca sullo scoglio, aveva quindi una connotazione 
di un evento fortuito ma sfavorevole. 
In tempi più recenti si è inteso il rischio come la combinazione delle 
probabilità di un evento su un orizzonte di tempo prestabilito dovuto al 
variare di elementi critici 1 . In tutti i tipi di imprese, vi sono eventi e 
conseguenze che costituiscono opportunità positive (upside) o minacce al 
successo (downside). Il rischio quindi non deve essere visto come un 
qualcosa di prettamente negativo, ma deve essere visto anche come 
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 Il concetto di Rischio verrà ripreso e formalizzato nel Capitolo II. 




un’opportunità. Quando si parla di rischio vi sono altri due termini assai 
importanti, l’esposizione e l’incertezza. Con il termine esposizione si intende 
la suscettibilità ad una perdita o la percezione di una minaccia al patrimonio 
di un’azienda o ad un’attività produttiva. L’esposizione può essere sia 
positiva che negativa. Se non c’è esposizione non c’è rischio. 
L’incertezza sorge quando non conosciamo in anticipo il peso e la direzione 
del cambiamento a cui la nostra fonte di valore (ad esempio l’innovazione 
tecnologica) è esposta. Così intesa essa è estremamente correlata alla 
probabilità di accadimento di un evento. Un’ultima parola da considerare è 
conseguenza, forse lo si dà per scontato ma molti di noi quando pensano al 
rischio ragionano in termini di conseguenze piuttosto che di pura probabilità. 
Le conseguenze quindi sono i risultati tangibili del rischio sulle decisioni, 
eventi e processi. Non possiamo vedere il rischio intangibile, ma possiamo 
anticipare ed osservare le conseguenze del rischio. 
Il rischio è lo spazio non solo dei possibili eventi sfavorevoli, ma anche il 
campo in cui l’impresa può mostrare il proprio valore attraverso le 
competenze, la creatività, la conoscenza e l’efficienza. È il territorio cioè 
dove l’azienda deve costruire il proprio successo. La lettura del rischio non 
può più essere confinata alla sola dimensione negativa, ma deve ampliarsi 
alla comprensione delle opportunità che tale prospettiva dischiude. L’impresa 
deve introdurre la comprensione e la valutazione dei rischi all’interno delle 
proprie strategie, integrando le teorie dei rischi con quella del valore 
aziendale. Il rischio condiziona la vita umana in tutto il suo svolgersi. 
Berstein (2002) [6] si spinge ad indicare nella definizione del concetto di 
rischio la linea stessa di demarcazione fra i tempi moderni e il passato: il 
rischio è “la nozione che il futuro è più di un capriccio degli dei e che gli 
uomini e le donne non sono passivi di fronte alla natura”. 
Keynes distingue quattro situazioni a seconda della natura del rischio. Egli 
parla di rischio calcolabile o non calcolabile; non viene da lui usato il termine 
incertezza. Egli distingue tra: 




1. situazioni in cui il rischio è incalcolabile; 
2. situazioni in cui il rischio è più o meno calcolabile. Questo caso è 
ulteriormente distinto in due sottocasi: 
a) Il rischio non è normalmente distribuito (not averaged). 
L’esempio è quello della roulette di Montecarlo; 
b) Il rischio è invece normalmente distribuito (average). L’esempio 
è l’assicurazione sulla vita o sugli incendi; 
3. la speculazione. Viene definito da Keynes come quella situazione in 
cui la conoscenza o il giudizio dello speculatore è superiore alla 
conoscenza o al giudizio del mercato. 
L’insieme di operazioni riguardanti la vita aziendale è sottoposto 
continuamente all’azione dell’incertezza, che domina l’ambiente in cui 
l’impresa agisce. Le azioni intraprese, a loro volta, generano incertezza e 
rischio per l’azienda stessa e per le altre ad essa correlate. Il carattere 
economico del rischio deriva quindi dalla natura stessa dell’azienda (i 
fenomeni che si incontrano danno vita alle relazioni e ai legami che 
costituiscono la base della coordinazione aziendale). 
Raramente vengono a generarsi situazioni chiaramente positive o negative, il 
più delle volte si trovano delle situazioni intermedie, che per fattori esterni o 
per azioni interne possono rapidamente trasformarsi in un vantaggio o in un 
“disastro”. 
Il rischio, al pari dei fenomeni dai quali scaturisce, è soggetto a mutamenti 
nel tempo e nello spazio, pertanto, il rischio è un “fenomeno duraturo: ha un 
principio e una fine” [8]. La durata del rischio è dipendente dalle funzioni 
aziendali da cui scaturisce: da pochi istanti alla vita intera dell’azienda. Nella 
vita di un’azienda, tutti i momenti possono essere validi per il sorgere di 
rischi e possono riguardare tutti gli aspetti – primari e secondari, tecnici e 
finanziari – dell’attività dell’impresa. 
La ragione oggettiva del rischio, infatti, va ricercata nei fenomeni che 
possono manifestarsi in seno all’azienda nel corso della sua vita. Tali 




fenomeni possono originare due distinti tipi di rischio: il primo, che si può 
definire rischio diretto è connesso alla natura delle funzioni aziendali assunte 
o sorge nel momento stesso in cui vengono formulate le relative ipotesi; il 
secondo tipo, che si può definire rischio indiretto, dipende invece dal modo 
in cui tali funzioni vengono, in concreto, realizzate e dalle trasformazioni che 
esse determinano in seno alla combinazione produttiva [8]. 
Il concetto di rischio, inoltre, non si presenta come una entità astratta e 
difficilmente percepibile, ma, come suggerisce lo stesso Bertini, può essere 
misurato e, in un certo senso, gestito già in sede di formulazione di ipotesi 
quando si verifica una situazione di incertezza. A tal proposito, Bertini 
sostiene che “l’eventualità che, non verificandosi una determinata ipotesi, si 
abbiano conseguenze sfavorevoli per il soggetto che l’ha formulata, può 
essere intesa come sinonimo di rischio, nella più ampia accezione del 
termine. In pratica si ha il rischio ogniqualvolta, di un certo evento, può 
essere razionalmente formulata un’ipotesi di danno” [8]. 
Sebbene l’idea di rischio faccia riferimento espressamente alla possibilità di 
uno scarto tra ipotesi e realtà, il concetto di rischio non può essere inteso 
semplicemente come uno scostamento per due ragioni in particolare. La 
prima ragione è che lo scostamento indica una quantità nota a cui si perviene 
quando si è manifestato il fenomeno dal quale risulta la prospettiva di danno; 
il rischio, invece, è per definizione ignoto e non può essere determinato a 
priori. Bertini osserva che il termine rischio esprime l’eventualità di un 
effetto contrario ad un andamento ipotizzato, mentre il danno è la certezza di 
quell’effetto. L’autore indica il rischio come danno potenziale o pericolo. La 
seconda ragione è che sebbene il danno talvolta sia conseguenza del rischio, 
non è detto che debba essere necessariamente presente. Pertanto il rischio 
risulta essere indipendente dallo scarto e dai valori che questo può assumere. 
Uno scarto elevato, ovviamente, sarà indice di un rischio più grave, ma non 
per questo l’assenza di scostamento tra ipotesi e realtà potrà provare 
l’assenza di rischio. 




Borghesi (1985) [9] sostiene che a seconda della posizione relativa del 
soggetto interessato, un evento sfavorevole può trasformarsi in evento 
favorevole e viceversa. Ogni evento sfavorevole (maggior perdita o minor 
guadagno rispetto alla situazione prevista), avrà come rovescio della 
medaglia un evento favorevole per qualche altro soggetto in rapporto con 
l’impresa e viceversa. 
 
 
1.3 Il Risk Management 
 
1.3.1  Premessa 
 
Da molto tempo va di moda nel mondo manageriale parlare di aumento della 
complessità e dell’incertezza. Ciò ha favorito lo sviluppo di strumenti che 
servono a gestire (o a far pensare di poter gestire) questi elevati livelli di 
incertezza. Ecco nascere il Risk Management, la cui applicazione si sta 
estendendo ai settori più disparati, dal nucleare, alla strategia aziendale, ai 
progetti, alla supply chain, al contesto sanitario, etc. Quello che accomuna 
queste diverse applicazioni è una sequenza delle fasi simili in tutti i settori: 
identificazione dei rischi, valutazione e analisi dei rischi, trattamento dei 
rischi, monitoraggio del processo svolto. Una struttura per certi versi 
“cartesiana”: la realtà è sminuzzata analiticamente nella speranza di 
prevedere tutto l’imprevedibile. 
Il “rischio”, fino a poco tempo fa, era considerato solo nella sua accezione 
negativa (cfr. Hazard) e l’obiettivo del management delle società era 
proteggere il business minimizzando od eliminando i rischi a tutti i costi. Il 
“rischio” viene considerato parte integrante nella generazione del valore per 
gli azionisti e la sua gestione, attraverso la valutazione delle cause e la 
misurazione degli effetti, diviene fondamentale per il successo di un’impresa. 




1.3.2 Necessità di considerare il rischio in azienda 
 
È evidente che un’impresa non può essere indifferente al rischio ovvero alla 
possibilità di perdere; lo stesso Bertini sostiene che non tenendo conto del 
rischio si rinuncia esplicitamente a colmare l’eventuale distacco tra il mondo 
delle ipotesi e quello della realtà; in definitiva si accetta l’idea di danno. Se 
invece, in sede di formulazione di ipotesi non si tiene conto dei rischi in 
modo preventivo, questi possono arrivare anche a pregiudicare il 
raggiungimento degli obiettivi aziendali; senza la conoscenza del rischio, 
infatti, non c’è la possibilità di preparare o di adottare azioni correttive 
migliorative. Ovviamente, l’inclusione del rischio nelle ipotesi non elimina la 
possibilità di danno, ma ne riduce sensibilmente gli effetti. 
Infatti, per trasformare le minacce in opportunità un’azienda deve conoscere, 
gestire e avere una comprensione profonda dei rischi, a cui è potenzialmente 
esposta, identificarne la portata e collegare il piano di risk management alla 
strategia aziendale. Oltre a modificarne le prospettive e gli obiettivi strategici, 
i rischi fanno mutare anche le posizioni attuali dell’azienda, determinando il 




1.3.3 Alcuni cenni storici 
 
Arthur Andersen afferma che: “la gestione dei rischi costituisce l’elemento 
caratterizzante la gestione d’impresa, di qualsiasi impresa: saper gestire 
adeguatamente tutti i rischi cui un’attività imprenditoriale è esposta, 
rappresenta l’elemento essenziale del successo”. 
Il Risk Management può essere definito come: il processo che tende a 
salvaguardare il patrimonio dell’impresa contro le perdite che possono 
colpirla nell’esercizio della propria attività, attraverso l’uso di strumenti di 




varia natura (prevenzione, ritenzione, assicurazione, etc.) e nelle migliori 
condizioni di costo [51]. 
La gestione del rischio affonda le sue radici nella stessa storia dell’economia 
dei tempi moderni [6] e ha cominciato a trovare riconoscimento ufficiale già 
nei primi decenni del secolo scorso. Per esempio, già negli anni Trenta Fayol 
[23], fra le funzioni attribuite al management, cita esplicitamente la funzione 
di sicurezza, intesa come protezione delle proprietà dell’impresa e delle 
risorse umane ivi operanti da eventi naturali o da comportamenti che possono 
recare danno al buon funzionamento dell’attività. 
La gestione dei rischi d’impresa ha cominciato a prendere piede negli Stati 
Uniti tra il 1955 e il 1969. In quegli anni la motivazione principale 
nell’adozione di tecniche di gestione del rischio era la riduzione degli importi 
delle spese assicurative e, di conseguenza, la funzione Risk Management 
coincideva con la ricerca di idonee coperture assicurative [51]. Infatti, 
tradizionalmente, la funzione Risk Management nasce come evoluzione 
dell’Insurance Management [38]; il rischio identificato e valutato era 
esclusivamente quello “puro”2 per diverse ragioni. Innanzitutto, le principali 
competenze in ambito di gestione del rischio erano di natura assicurativa. In 
secondo luogo, l’impatto economico - finanziario che in quegli anni 
assumeva la tipologia di danni associati ai rischi puri (per esempio l’incendio 
dello stabilimento) era senza dubbio predominante, mentre risultavano 
scarsamente percepiti gli altri rischi, come i rischi finanziari o strategici. 
L’elevato numero di articoli pubblicati sul “Journal of Risk and Insurance” 
negli anni ’60 segna l’avvenuta affermazione della disciplina nelle Università 
e nelle scuole di formazione e parallelamente induce gli studiosi a pubblicare 
i primi manuali. L’affermarsi della disciplina, anche dal punto di vista 
istituzionale, consentì di comprendere meglio gli scenari in cui il Risk 
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 Rischio puro o statico: è un rischio da cui può derivare solo un danno non controbilanciato dalla possibilità di 
ottenere un ritorno economico (per esempio incendi, distruzioni, rapine, danni durante il trasporto ecc.). I rischi 
puri sono imprevedibili, in quanto legati a eventi casuali o dolosi e presentano sempre una conseguenza 
negativa (perdite). In genere l’impresa si tutela da questa tipologia di rischi assicurando i propri beni, e 
adottando misure di protezione e prevenzione (es. sistemi antifurto, antincendio, ecc.). 




Management poteva inserirsi e la sua importanza all’interno della gestione 
dell’azienda. 
Dagli anni sessanta in poi il Risk Management conobbe una crescita lenta ma 
costante, anche all’interno delle aziende statunitensi, fino ad arrivare agli 
anni ottanta, in cui una forte crisi del mercato assicurativo (con conseguenti 
notevoli incrementi tariffari) fece emergere la necessità di adottare tecniche 
diverse da quella assicurativa [38]. Tale progressivo cambiamento portò al 
delinearsi della moderna accezione di gestione del rischio, corrispondente ad 
una sempre più netta separazione dalla gestione puramente assicurativa; la 
copertura assicurativa divenne una delle modalità di trattamento dei rischi, 
chiamata comunemente trasferimento dei rischi a terzi. 
L’effetto combinato di globalizzazione, accelerazione e innovazione ha 
creato un contesto di cambiamento dinamico e complesso in cui il rischio 
diventa un elemento chiave da identificare, misurare, gestire e controllare: 
tutto questo tenendo presente che il tradizionale rischio finanziario (di 
credito, di tasso, di valuta, di liquidità, etc.) non è più l’unico focus della 
gestione; il Risk Management infatti deve essere ampliato per controllare un 
più vasto range di rischi di business, che include anche i rischi di mercato, i 
rischi operativi e i rischi di innovazione. 
Il punto chiave di una buona gestione del rischio è quindi di considerare 
sempre i fattori di rischio come parte integrante del processo decisionale 
strategico; per fare questo in modo efficace è indispensabile conoscere quali 
rischi mitigare e quando mitigarli, sviluppando una conoscenza del rischio. 
La gestione del rischio, da tecnica di valutazione delle possibilità alternative 
di copertura assicurativa, si trasforma gradualmente nel processo di 
identificazione e valutazione dei diversi rischi cui l’azienda è esposta, per 
deciderne poi la strategia di fronteggiamento, sulla scorta di adeguate 
valutazioni costi/benefici. 
Si compie in tal modo il percorso che conduce dall’Insurance Management 
(che vede l’assicurazione come soluzione normale e la ritenzione o la non 




copertura del rischio come fatto eccezionale) al Risk Management, approccio 
che per un verso affronta esplicitamente la gestione dei rischi non 
assicurabili, per altro verso vede l’assicurazione non già come soluzione 
standard, bensì come alternativa da valutare in termini di convenienza 
economica. 
Nei tempi più recenti il Risk Management si è sviluppato secondo approcci e 
ambiti applicativi molto diversificati, ed è tuttora in fervente sviluppo. 
Nell’intraprendere una ricerca bibliografica riguardante le pubblicazioni e i 
contributi scientifici e manageriali rilevanti degli ultimi quarant’anni, 
utilizzando la parola chiave “Risk Management”, si è riscontrata la presenza 
di molte aree di studio teoriche e applicative, le quali, pur rientrando in un 
contesto generale di gestione del rischio, mantengono caratteristiche 
indipendenti e finalità diverse. Una delle maggiori difficoltà di avvicinarsi 
alle tematiche inerenti alla gestione del rischio d’impresa è dunque orientarsi 
tra i numerosi filoni di studio e le corrispondenti applicazioni. Infatti, il 
termine “gestione del rischio” assume una connotazione così generica, da 
rendere spesso necessaria una descrizione più precisa e dettagliata 
dell’oggetto di studio. 
Il risultato dell’analisi approfondita della letteratura scientifica e manageriale, 
e dei principali manuali divulgativi, ha portato all’identificazione di nove 
principali direttrici di sviluppo appartenenti alla tematica generale di Risk 
Management: 
1. Gestione del rischio strategico – Strategic Risk Management (SRM); 
2. Gestione del rischio finanziario – Financial Risk Management (FRM); 
3. Gestione integrata del rischio – Enterprise Risk Management (ERM); 
4. Gestione assicurativa del rischio – Insurance Risk Management 
(IRM); 
5. Gestione del rischio nei progetti – Project Risk Management (PRM); 
6. Gestione del rischio ingegneristico – Engineering Risk Management 
(EnRM); 




7. Gestione del rischio della filiera di fornitura – Supply Chain Risk 
Management (ScRM); 
8. Gestione del rischio catastrofale – Disaster Risk Management (DRM); 
9. Gestione del rischio clinico – Clinical Risk Management (CRM). 
Tali direttrici si differenziano non solo per la diversa definizione di gestione 
del rischio sostenuta dai rispettivi autori, ma in particolare per l’approccio 
utilizzato nell’affrontare tale tematica, per i rischi oggetto di analisi, per le 
tecniche e metodologie proposte e per gli ambiti di applicazione. 
 
 
1.4 Vantaggi del Risk Management 
 
Il Risk Management risulta essere lo strumento di controllo adatto per 
affrontare il problema della complessità derivante dagli innumerevoli fattori 
di rischio che caratterizzano l’ambiente in cui l’impresa opera. I maggiori 
vantaggi derivanti dall’applicazione del Risk Management, infatti, si 
concretizzano proprio nella gestione positiva del rischio, orientata alla 
creazione del valore. Inoltre, permette di ampliare la gamma di informazioni 
a disposizione del vertice con tutti gli stimoli provenienti dalla base 
dell’organizzazione, che segnalano i cambiamenti critici e permettono di 
cogliere le opportunità emergenti e di individuare le incertezze strategiche 
che potrebbero minacciare o invalidare la strategia di business in atto. 
Le sollecitazioni che hanno portato a considerare in modo approfondito 
questa disciplina sono principalmente tre: 
 la crescente incertezza nel sistema economico attuale; 
 le implicazioni del cambiamento sul business model aziendale; 
 le modifiche del rapporto tra stakeholders e management aziendale. 
Lo scenario attuale ha delle componenti sempre più interconnesse e sono 
emersi nuovi fattori di rischio, sconosciuti in passato. E se la creazione di 




valore è strettamente legata con il concetto di rischio, è chiaro che 
l’attenzione dei mercati finanziari si sposta sulla dimensione prospettica delle 
informazioni (forward looking) e alle deviazioni dalle previsioni (forecast). 
Il Risk Management si presenta come uno strumento a disposizione del 
management per la gestione efficiente ed efficace dell’impresa nel nuovo 
contesto economico e per soddisfare, allo stesso tempo, le crescenti attese 
degli investitori, in termini di rendimento e di trasparenza. 
Perché dunque, parlare di Risk Management? 
 Perché permette di approfondire le conoscenze sull’ambiente e 
sull’impresa - La prima fase dell’analisi dei rischi prevede 
l’individuazione dei fattori di rischio, cioè di quelle variabili che 
hanno il potere di influenzare il business. Senza dubbio, l’analisi di 
queste variabili permette di approfondire le conoscenze dell’ambiente 
esterno, offrendo al management la possibilità di individuare le 
opportunità oltre che le minacce. L’analisi dell’ambiente esterno, 
insieme a quella delle variabili interne, permette all’azienda di 
prendere coscienza delle proprie caratteristiche, che la rendono unica, 
differenziandola da tutte le altre imprese. Questa considerazione ha 
un’implicazione di tipo strategico, dal momento che il Risk 
Management può essere un valido strumento a supporto della 
previsione: analizzando i rapporti di causa - effetto che legano le 
variabili del business al risultato, un valido sistema di gestione del 
rischio può emulare gli eventi del mondo reale, riducendo la variabilità 
che caratterizza le previsioni aziendali [33]. 
 Perché è un valido supporto all’analisi decisionale ed ha notevoli 
implicazioni strategiche - Ogni giorno gli individui, e non solo i 
managers delle imprese, prendono delle decisioni sulle azioni da 
intraprendere, su quanto tempo e risorse impiegare nello sviluppo del 
progetto, e su quali sono gli aspetti importanti da comunicare 
all’organizzazione e ai terzi. Ogni decisione comporta inevitabilmente 




delle conseguenze e il Risk Management è lo strumento adatto per 
analizzare le diverse alternative e le relative conseguenze, offrendo un 
risultato probabilistico e una serie di possibilità. Anche se l’analisi del 
rischio può essere applicata ad una singola attività, caso o progetto, 
più in generale l’anima del processo di Risk Management consiste nel 
valutare le diverse opportunità, comparandole. L’analisi del rischio 
supporta dunque l’analisi decisionale. Entrambe incorporano 
l’approccio logico e analitico per prendere decisioni e proporre 
soluzioni in condizioni di incertezza. 
 
 
1.5 Vincoli, convinzioni e sistemi di controllo 
 
Per gestire i rischi strategici è necessario soprattutto comunicare vincoli 
efficaci, sia per la conduzione dell’impresa che per la sua strategia, e 
installare sistemi efficaci di controllo interni. I sistemi di vincoli hanno lo 
scopo di far conoscere i rischi da evitare e di rimuovere ogni possibilità di 
giustificare comportamenti in grado di esporre l’impresa a livelli di rischio 
indesiderabili. I sistemi di controllo interno hanno lo scopo di proteggere le 
attività patrimoniali dell’impresa e di rimuovere l’opportunità di commettere 
errori involontari o atti illeciti deliberati nell’elaborazioni delle transazioni e 
nella misurazione delle performance. 
Insieme, questi due tipi di sistemi forniscono il controllo necessario per 
impedire che errori accidentali o deliberati compromettano la capacità 
dell’impresa di creare valore per i clienti, per gli azionisti e per chi ci lavora. 
Coloro che all’interno di un’organizzazione detengono il potere devono ogni 
giorno effettuare delle scelte sul modo con cui creare valore. Essi devono 
saper bilanciare le tensioni tra profitto, crescita e controllo, tra obiettivi di 
breve termine e obiettivi di lungo termine, tra l’interesse personale e il 




desiderio di contribuire al successo dell’organizzazione. A volte, però, può 
capitare che qualcuno persegua delle opportunità in un modo che in effetti 
danneggia l’impresa: opportunità non in linea con la strategia deliberata 
dell’impresa. Per essere certi che i dipendenti intraprendano il giusto tipo di 
attività, i manager devono prima di tutto infondere in loro un senso di 













Figura 1. 1 - Componenti fondamentali per una corretta strategia di business 
 
I valori di fondo sono convinzioni che definiscono i principi, l’ambito e 
l’orientamento di base. Forniscono criteri guida sulle responsabilità nei 
confronti di clienti, dipendenti, comunità locali e azionisti.  
I valori di fondo fornisco criteri guida ai dipendenti laddove regole e 
procedure operative standard da sole non bastano. Senza un senso di 
partecipazione allo scopo dell’organizzazione in cui lavora, un individuo non 
riuscirà a essere pienamente coinvolto nelle decisioni che influiscono su 
crescita e redditività.  
Il management deve comunque difendersi sia dalle violazioni deliberate sia 
dagli errori involontari della società. Errori possono verificarsi in molti modi: 
persone con poca esperienza possono elaborare le transazioni in modo 
Valori di fondo Rischi da evitare 








scorretto, ma anche persone esperte possono commettere errori involontari 
nella fretta del disbrigo quotidiano delle loro incombenze. 
A causa di questi rischi inevitabili, anche i manager delle imprese molto 
piccole devono implementare controlli e protezioni per poter essere certi che 
tutte le informazioni sulle transazioni siano contabilizzate nel modo 
appropriato. Questi sistemi e procedure, chiamati controlli interni, sono 
definiti come le politiche e le procedure studiate per garantire l’affidabilità 
delle informazioni contabili e salvaguardare le attività patrimoniali della 
società [44]. 
La comprensione approfondita dei principali rischi in termini di categoria, 
probabilità e impatto consente di renderli trasparenti facilitando la 
valutazione sull’opportunità di assumerli e/o mitigarli. 
Le aziende devono quindi sviluppare, a livello di corporate e di business 
units, una cultura del rischio talmente diffusa per cui tutti i manager sono 
indotti a valutare contemporaneamente sia i ritorni che le potenziali perdite 
integrando così l’analisi del rischio nel processo decisionale day by day. 
Sono 4 gli elementi essenziali che devono essere assicurati e risultare sempre 
allineati per costruire un efficace governo del rischio: 
 Trasparenza - Le aziende devono conoscere esattamente quali rischi 
affrontare e il loro potenziale impatto sul business; 
 Strategia - Formulare una strategia di rischio che consenta all’impresa 
di articolare il proprio “risk attitude” in funzione delle tipologie e 
dell’ampiezza dei rischi che può sostenere a fronte dei ritorni 
potenzialmente generabili, è una delle più importanti attività da 
compiere con riferimento alle decisioni di investimento a livello di 
Business Unit e Corporate. Definire questi elementi fornisce chiarezza 
e direzione ai manager e favorisce la ricerca dei trade off ottimali tra 
rischio e ritorno allineando la strategia di rischio con la strategia 
generale dell’azienda; 




  “Accountability” - Il compito di una efficace organizzazione del 
rischio è di identificare, misurare e valutare il rischio in modo 
“consistente” in ogni Business Unit (o divisione) e quindi fornire una 
visione integrata, a livello corporate, di questi rischi, assicurando che 
la loro somma sia un profilo di rischio coerente con la strategia di 
rischio dell’azienda; 
 Cultura del rischio - Lo scopo è quello di far sì che i manager, quando 
elaborano processi decisionali, considerino “istintivamente” 
nell’ambito della loro mappa mentale sia i ritorni che i rischi. Per 
creare una cultura del rischio efficace, le aziende si devono dotare di 
un processo di “risk review” formale e “company-wide”, dove ogni 
BU sviluppa il proprio profilo di rischio che viene poi aggregato a 
livello di corporate. 
La gestione del rischio sarà una delle chiavi del successo per le aziende che 
competono in un’economia globale e in sempre più rapido cambiamento. 
Il processo di valutazione equilibrato che deve produrre il giusto trade-off è 
solo parzialmente dovuto all’applicazione di metodologie, procedure e 
strumenti; è invece soprattutto il risultato di azioni coordinate, finalizzate a 
sviluppare sensibilizzazione diffusa, comportamenti trasparenti e 
consapevoli, corrette informazioni e responsabilizzazione nonché presidio 
unitario dell’organizzazione della gestione del rischio. 
 
 
1.6 Obiettivi, caratteristiche e fasi 
 
I principali obiettivi della funzione di gestione del rischio sono: 
 contribuire a creare valore aziendale (massimizzare il profitto 
d’impresa tramite la minimizzazione dei costi); 




 promuovere immagine e sicurezza esterna (clienti, fornitori e tutti i 
vari stakeholders), ed interna (dipendenti, azionisti); 
 contribuire a rendere meno incerta la gestione aziendale; 
 assicurare la continuità produttiva dell’azienda, grazie ad una 
sufficiente protezione dai rischi; assicurare sia il normale e continuo 
svolgimento del processo produttivo, sia l’autonomia economica 
dell’azienda stessa; 
 concorrere alla diminuzione e all’eliminazione dei rischi di fallimento 
o di chiusura dell’impresa, al seguito del manifestarsi di uno o più 
eventi dannosi [51]. 
Un approccio al Risk Management deve presentare alcune caratteristiche 
[19], derivanti dal fatto che il management debba essere nella condizione di 
poter confidentemente assicurare gli investitori e gli altri stakeholder della 
propria capacità di accettare e governare i rischi connessi al business, in 
coerenza con il profilo di rischio prescelto: 
 consentire il governo integrato del sistema dei rischi che gravano sul 
business (e/o sull’azienda), in contrapposizione a una gestione 
frammentata e scarsamente coordinata dei rischi; 
 accogliere un approccio pro-attivo alla gestione dei rischi, e non 
limitarsi al contenimento delle perdite relative a specifici rischi; 
 accogliere una visione allargata del sistema di business, che consideri i 
fattori di rischio relativi a clienti, fornitori, distributori e altri business 
partner; 
 svolgersi con continuità nell’arco dell’esercizio, non alla stregua di un 
adempimento periodicamente dovuto, ma come una naturale 
componente del sistema di management. 
Ciò presuppone: 
 l’adozione di un linguaggio comune che consenta di apprezzare il 
sistema dei rischi aziendali nel suo insieme; 




 la definizione di una chiara politica di gestione dei rischi e di una 
altrettanto chiara assegnazione di responsabilità; 
 la condivisione di metodologie, tecniche e sistemi di supporto per il 
riconoscimento, la definizione, la valutazione dei rischi, in assenza dei 
quali risulta praticamente impossibile sviluppare piani di gestione che 
affrontino i rischi a livello aggregato (per tipologia, per area di 
business, per fattore determinante); 
 l’integrazione del processo di gestione dei rischi all’interno dei sistemi 
di definizione degli obiettivi, di elaborazione dei programmi e di 
misurazione dei risultati. 
Il processo di RM si articola in quattro fasi operative fondamentali: 
1. identificazione dei rischi, finalizzata ad individuare i rischi a cui è 
esposta l’impresa; 
2. valutazione e analisi dei rischi, che ha lo scopo di determinare la 
probabilità e la severità (magnitudo) attesa, associata a verificarsi 
dell’evento dannoso; 
3. trattamento dei rischi, che identifica le azioni più idonee da 
intraprendere per ridurre il rischio; 
4. monitoraggio del processo svolto. 
In letteratura le prime due fasi (identificazione, valutazione e analisi) sono 
spesso definite Risk Assessment. 
I manager sono sempre più consapevoli dell’importanza di una gestione del 
rischio orientata, da un lato, verso una prospettiva interna di raggiungimento 
degli obiettivi aziendali, dall’altro verso una salvaguardia del valore creato 
per azionisti e stakeholder dell’impresa. 
La gestione del rischio è un problema di governance, prima ancora che una 
questione di tecniche. 
 





Figura 1. 2 - Fasi del Risk Management 
 
 
1.7 Le fasi del processo di Risk Management 
 
Il processo di gestione del rischio si sviluppa naturalmente attraverso alcuni 
passi logici: 
I. Definizione delle finalità attribuite al sistema di Risk Management; 
II. Identificazione dei rischi; 
III. Valutazione dei rischi; 
IV. Definizione dei programmi di azione necessari per fronteggiare i rischi 
identificati; 
V.  Implementazione dei programmi; 
VI. Valutazione e revisione degli esiti. 
In assenza di una chiara definizione del quadro entro cui collocare i vari 
interventi di Risk Management, questi tenderanno a essere frammentati e 
incoerenti. 





Figura 1. 3 – Dettaglio delle fasi del Risk Management 
 
Il Risk Assessment è solo la prima fase di un processo di Risk Management, 
finalizzata all’identificazione e valutazione dei fattori di rischio laddove il 
Risk Management, nel suo complesso, include anche le attività di gestione e 
monitoraggio dei rischi identificati e valutati con l’Assessment. 
Risk Assessment è la fase cruciale del processo di Risk Management perché 
un’errata identificazione o valutazione dei rischi comprometterà 
irrimediabilmente l’efficacia complessiva del processo. 
 
 
1.7.1 Identificazione della propensione al rischio 
 
La fase iniziale di un Risk Assessment non può prescindere dalla puntuale 
rilevazione di quale sia la propensione al rischio della Direzione Aziendale 
(“Risk Appetite”). Tale dimensione, infatti misura in termini quantitativi e 
qualitativi: 
 L’ammontare di capitale che si è disposti a rischiare per raggiungere 
gli obiettivi prefissati; 
 Il rischio che si è disposti ad assumersi per il raggiungimento degli 
obiettivi. 




Di solito questa attività viene svolta mediante: 
 Analisi dei documenti contenenti principi, filosofia e strategia del 
management;  
 Interviste con il Top Management al fine di rilevare la loro percezione 
dei principali rischi aziendali e soprattutto, le soglie ritenute accettabili 
in funzione degli obiettivi loro assegnati e della tipologia di business. 
Accolto che la missione minimale attribuibile al Risk Management consiste 
nell’assicurare la sopravvivenza del business (o dell’azienda), al vertice 
aziendale compete di formulare una politica aziendale di gestione del rischio 
che espliciti le relazioni fra Risk Management e processi di elaborazione di 
obiettivi e programmi gestionali, che tracci le linee guida per la scelta delle 
diverse strategie e tecniche di protezione dal rischio, che assegni 
responsabilità formali di gestione del rischio all’interno dell’organizzazione. 
 
 
1.7.2 Identificazione dei rischi 
 
Il secondo passo logico consiste nell’identificazione dei rischi. Si pongono 
qui due ordini di problemi. In primo luogo, le indicazioni offerte dalla 
politica aziendale contribuiscono a definire la tipologia di rischi o la soglia di 
rilevanza dell’impatto atteso, superata la quale i rischi identificati assumono 
significato per l’impresa e divengono oggetto di gestione. In secondo luogo, 
l’identificazione dei rischi può condursi avvalendosi di diverse tecniche e 
strumenti quali interviste, questionari, analisi di processi, ispezioni, checklist 
di controllo. 
L’identificazione dei rischi consiste nell’identificare i rischi che, dal punto di 
vista teorico sono concretamente applicabili al contesto aziendale. 
Le tecniche più comunemente usate per l’identificazione dei rischi sono: 
 Brainstorming; 




 Subject Matter Experts (comitato di esperti); 
 Utilizzo di database o benchmark predisposti da apposite agenzie; 
 Lessons learned, ovvero l’utilizzo di esperienze precedenti. 
Fedeli al principio che non esiste la “One best way” si ritiene opportuno che 
la tecnica migliore vada decisa in base alle differenti situazioni o, meglio, che 
sia un mix ponderato di tutte le tecniche citate. 
 
 
1.7.3 Valutazione dei rischi 
 
I rischi identificati devono essere oggetto di valutazione da parte del 
management. Una valutazione che, canonicamente, deve combinare una 
misura dell’impatto atteso con la probabilità di manifestazione dell’evento, al 
fine di stimare l’esito derivante dai vari rischi. 
Tale valutazione consentirà di ordinare i vari rischi secondo la priorità, onde 
poter orientare l’attenzione del management e la scelta delle soluzioni di 
gestione. 
La valutazione del rischio (suggerita dal CoSO-ERM) viene fatta secondo i 
tradizionali parametri dell’impatto e della probabilità. Il concetto di 
probabilità è stato progressivamente sostituito da quello di vulnerabilità, 
ovvero da quanto può verificarsi in termini concreti l’evento, tenuto conto 
dell’esistenza di controlli a prevenzione dell’evento stesso. La vulnerabilità 
incorpora il concetto di rischio residuo da abbinare a quello inerente 
contenuto nell’impatto. La loro combinazione, unitamente all’orizzonte 
temporale fornisce un’indicazione, nel periodo di riferimento, del danno che 
potrebbe subire l’impresa se si verificasse un evento sfavorevole, tenuto 
conto del sistema di controllo esistente rappresentato da risorse, procedure, 
complessità del processo o fattori esterni.  
 






Il passo successivo consiste nell’elaborazioni di programmi per la gestione 
dei rischi identificati, qualificati e quantificati nelle fasi precedenti. Emerge 
in questa fase l’importanza di una chiara politica di gestione che orienti la 
scelta delle soluzioni tecniche da adottare per fronteggiare le diverse 
tipologie di rischio. 
Consiste nell’identificare per ogni rischio individuato un appropriato piano di 
gestione. 
Gli approcci possibili sono i seguenti: 
 Avoidance: eliminare le attività correlate agli eventi che possono 
generare il rischio identificato; una strategia di risk avoidance prevede 
semplicemente la non accettazione del rischio, neppure temporanea. 
Tale strategia implica pertanto il rigetto di qualunque attività possa 
determinare l’insorgere del rischio [4]. È evidente che tale strategia si 
traduce in un gioco al ribasso, nel rifiuto di tutte le opportunità che in 
qualche modo potrebbero implicare il sorgere di determinate tipologie 
di rischio. Si tratta di un approccio negativo alla gestione del rischio 
che, se usato estensivamente, finirebbe con l’impoverire le fonti della 
creazione di valore; 
 Transference: trasferire a terze parti gli effetti negativi dell’evento; il 
risk transfer consiste nel trasferimento del rischio da un soggetto che 
non intende sopportarlo ad un altro che invece è disponibile a farsene 
carico [4]; 
 Mitigation: predisporre attività aggiuntive che riducano la probabilità 
di accadimento dell’evento o ne riducano l’impatto; una strategia risk 
reduction può essere condotta secondo due modalità, [4]. Una prima 
strategia passa attraverso la prevenzione e il controllo delle perdite 
associate al rischio in oggetto (intrusione illecita e/o furti). Da un certo 
punto di vista la prevenzione è una forma di riduzione del rischio 




particolarmente desiderabile. Tale strategia non può però essere 
sempre adottata, vuoi per limiti di efficacia (non tutti i rischi possono 
essere anticipati), vuoi per ragioni di efficienza (il costo di riduzione 
potrebbe eccedere il danno potenziale). Una seconda strategia di risk 
reduction poggia sulla legge dei grandi numeri: più elevato è il numero 
di unità esposte a un medesimo rischio, più bassa l’incidenza di una 
singola perdita sul totale dell’esposizione; 
 Acceptance: concettualmente il rischio viene accettato e non viene 
realizzata nessuna attività che agisca sulla probabilità e sull’impatto 
dell’evento sfavorevole, ma viene predisposto un piano di emergenza 
(contigency plan), contenente tutte le azioni da porre in atto nel caso 
del manifestarsi dei rischi identificati; possiamo considerare sotto 
questo ambito [4] le strategie di risk retention, che probabilmente sono 
le più diffuse. È importante considerare il fatto che molti di questi 
rischi sono trattenuti inconsciamente dalle imprese, non per scelta ma 
per ignoranza: per il semplice fatto di non essere stati identificati come 
tali. Altri rischi sono invece trattenuti per la materiale impossibilità di 
evitarli, trasferirli o ridurli. La ritenzione del rischio è una strategia 
assolutamente legittima, e spesso la più conveniente, a patto che i 
rischi siano volontariamente ritenuti e che rientrino all’interno di 





Consiste nel predisporre e/o aggiornare l’assetto organizzativo a supporto del 
processo di Risk Management. 
Le fasi del processo, in sintesi potrebbero essere: 




 Predisporre, sulla base delle Best Practices esistenti, il modello di 
organizzazione Risk Management più adatto al contesto dell’impresa; 
 Rilevare l’attuale assetto organizzativo, anche informale, a supporto 
del processo di Risk Management; 
 Eseguire un gap analysis rispetto a: Ruoli e responsabilità dei soggetti 
coinvolti, Disponibilità di risorse (in termini numerici, di competenze 
o di formazione), Processi operativi, con particolare riferimento ai 
flussi informativi e di reporting, Tecnologia, intesa come esigenza di 
avere applicazioni software a supporto del modello, Ambiente di 
controllo, inteso come necessità di predisporre idonee disposizioni 
organizzative e procedure formali a regolamentazione di quanto 
individuato prima, Predisposizione di un piano di azione a copertura 





Il monitoraggio degli esiti dei programmi costituisce il naturale punto di 
saldatura fra un ciclo di Risk Management e il successivo, costituendo un 
momento di verifica sia del grado di conseguimento degli obiettivi, sia della 
corretta implementazione dei programmi prescelti. 
Ogni deviazione dagli obiettivi e dalle politiche dovrà essere oggetto di 
un’analisi finalizzata a esaminare i processi decisionali adottati e ad 
identificare i fattori che ostacolano il successo delle soluzioni adottate. 
La naturale dinamica del sistema dei rischi richiede inoltre una periodica 
attività di revisione finalizzata a mantenere aggiornato il repertorio dei rischi 
rilevanti per il business (o l’impresa) e per validare periodicamente il 
processo di gestione in atto. Ciò consente di verificare che l’implementazione 




del modello Risk Management sia costantemente allineato alle esigenze 
espresse dall’Alta Direzione Aziendale. 
 
 




La capacità di identificare, selezionare, misurare e gestire i fattori di rischio e 
i rischi diventa una fonte di vantaggio competitivo perché permette 
all’azienda di assumere rischi derivanti da progetti di investimento o adottare 
modelli di business che, senza un adeguato sistema di monitoraggio e 
gestione, non sarebbero sostenibili. L’aspetto innovativo emerso in questi 
ultimi anni rispetto al passato riguarda l’ampiezza dell’oggetto analizzato 
(non più rischi specifici collegati a una funzione aziendale ma, invece, il 
sistema dei rischi aziendali nel suo complesso) e l’attribuzione della 
responsabilità all’interno dell’azienda relativamente al monitoraggio e alla 
gestione dei rischi (il board e top management, oltre che il management 
funzionale). 
Il rischio deve essere considerato parte integrante nella misurazione della 
performance e conseguentemente nella generazione del valore, e la sua 
identificazione, attraverso la valutazione delle cause e la misurazione degli 
effetti, diviene fondamentale per il successo di un’impresa. 
Per poter far fronte all’incertezza (nelle sue differenti forme e livelli) non è 
sufficiente analizzare la dinamica dell’ambiente esterno, porre attenzione 
all’interazione strategica tra l’impresa e valutare il comportamento degli 
attori operanti nel sistema competitivo. Se si vogliono individuare le scelte 
aziendali «più adeguate», anche in situazioni in cui il livello di incertezza è 




ridotto, è necessario domandarsi come un’impresa sia in grado di rispondere 
alle nuove sfide che le si presentano. 
In sostanza, occorre valutare come l’azienda è in grado, da un lato, di 
relazionarsi al proprio ambiente di riferimento valutandone gli elementi di 
opportunità e i vincoli esterni, dall’altro di com’è in grado di valutare i propri 
punti di forza e di debolezza. Quindi, oltre all’analisi dell’ambiente esterno e 
alla valutazione dei punti di forza e di debolezza aziendali, la capacità di 
un’impresa di rispondere all’incertezza ambientale viene supportata da 
sistemi di programmazione e di controllo, di pianificazione e di gestione 
strategica [4]. 
Il Risk Assessment si presenta come un elemento sempre più centrale nella 
conduzione di un’impresa non solo a livello corporate per le relazioni con gli 
investitori, ma anche di conduzione operativa delle attività day by day. 
Esso è finalizzato al conseguimento degli obiettivi aziendali rientranti nelle 
seguenti categorie [15]: 
 Strategici: sono di natura generale e definiti ai livelli più elevati della 
struttura organizzativa, allineati e a supporto della mission aziendale; 
 Operativi: riguardano l’impiego efficace ed efficiente delle risorse 
aziendali; 
 Di reporting: riguardano l’affidabilità delle informazioni fornite dal 
reporting; 
 Di conformità: riguardano l’osservanza delle leggi e dei regolamenti 
in vigore. 
Il management nell’identificare un evento è sicuro solo della sua incertezza: 
non sa se l’evento accadrà, quando accadrà e il suo preciso impatto nel caso 
si verificasse. Inizialmente, il management considera una serie di eventi 
potenziali (originati da fonte interna o esterna), senza necessariamente 
soffermarsi sulla positività o negatività dell’impatto. In tal modo, il 
management identifica non solo eventi con un impatto negativo, ma anche 
quelli con un impatto positivo, cioè le opportunità da perseguire. 




Gli eventi vanno da quelli facilmente rilevabili, e cioè ovvi, a quelli di 
difficile rilevazione. 
Gli effetti di questi eventi possono variare ampiamente: si và da quelli senza 
alcuna conseguenza a quelli con conseguenze rilevanti. 
Pertanto diventa prioritario sviluppare sistemi e modelli che permettono al 
management di individuare e selezionare, tra tutti gli eventi che si presentano 
potenzialmente d’impatto sui risultati aziendali, quelli più significativi e che, 
pertanto, diventa necessario monitorare e gestire. 
La priorità inizialmente verte all’individuazione dei fattori di rischio che 
possono compromettere il raggiungimento degli obiettivi aziendali e solo 
successivamente all’adozione di tecniche per l’identificazione, la selezione e 
la misurazione dei rischi e dell’impatto sulla performance che richiedono un 
livello di strutturazione e rigore matematico pari a quello tipico dei modelli 
orientati ai rischi finanziari e di mercato. Individuare i rischi significa quindi 
ricercare nell’ambiente esterno, nel sistema competitivo e nel proprio 
modello di business le determinanti di eventi che possono esporre a un 
rischio nel raggiungimento degli obiettivi aziendali [43]. 
 
 
1.8.2 Identificazione dei rischi 
 
Il rischio è interpretabile come l’insieme degli effetti che potranno 
manifestarsi su una variabile (di performance) e può essere rappresentato 
utilizzando misure espresse secondo un metro monetario oppure con la 
metrica più adatta al fenomeno al quale si riferiscono. Il rischio, inteso come 
variabilità degli effetti, esiste fino a quando vi è un’incertezza su quali 
saranno gli esiti delle cause che lo determinano e scompare quando si 
realizzano tutte le cause conosciute a priori. 




L’identificazione dei rischi (risk identification) è finalizzata alla ricerca e alla 
selezione degli eventi e delle variabili che devono essere monitorati al fine di 
difendere i livelli di risultato conseguibili allo stato attuale o ipotizzati nel 
processo di pianificazione. 
Secondo una prospettiva gestionale, ciò implica che i rischi possono essere 
valutati e misurati ma non possono essere direttamente controllati o gestiti: 
sono i fattori di rischio che devono essere monitorati e governati. 
Il fattore tempo è un elemento essenziale nella specificazione dei fattori di 
rischio e dei rischi in base alla constatazione empirica dell’esistenza di un 
intervallo tra il momento in cui vengono formulate le aspettative e il 
momento nel quale tali aspettative si manifestano. I fattori di rischio e 
l’incertezza a essi collegata acquistano una doppia caratterizzazione: se un 
evento si verifica e quando si verifica. Una seconda determinante per la 
caratterizzazione dell’incertezza e dei fattori di rischio riguarda la mancanza 
di informazioni relativamente all’accadimento di un evento e all’incapacità di 
previsione di un evento futuro e dei suoi effetti sulla performance aziendale. 
Quindi appare evidente come un miglioramento nelle capacità previsionali e 
di gestione dei fattori di rischio di un’impresa determini una riduzione del 
livello di incertezza e, di conseguenza, del rischio riconducibile e associato a 
un qualsiasi evento o decisione. L’incertezza trova origine anche in vincoli di 
carattere economico e tecnico, come l’insufficienza di informazioni, che 
porta alla constatazione dei fatti aziendali piuttosto che alla loro previsione e 
che pone limiti alla possibilità di conoscenza da parte degli individui [27]. 
Spesso gli eventi non accadono come fatti isolati. Un evento può provocarne 
un altro e più eventi possono verificarsi tutti nel medesimo momento. 
Nell’identificare gli eventi, il management deve capire come gli eventi sono 
correlati tra loro. Valutando le relazioni, si può determinare dove è più 
conveniente dirigere gli sforzi per gestire il rischio. 
Può risultare conveniente raggruppare gli eventi potenziali in categorie. 
Aggregando gli eventi orizzontalmente, a livello aziendale, e verticalmente, a 




livello di unità operativa, il management può capire meglio le correlazioni 
che intercorrono tra gli eventi e ottenere così una base valida per la 
valutazione dei rischi. Raggruppando eventi simili, il management può 
meglio identificare le opportunità e i rischi. La classificazione degli eventi in 
categorie consente al management di accertare che gli eventi identificati 
siano completi. 
Gli eventi, se si verificano, possono avere un impatto negativo, positivo o 
entrambi. Gli eventi con un impatto negativo costituiscono i rischi, che 
richiedono una valutazione e una risposta da parte del management. Di 
conseguenza, il rischio si può definire come la possibilità che un evento 
accada e pregiudichi il conseguimento degli obiettivi. Gli eventi con un 
impatto positivo rappresentano opportunità o compensazioni di impatti 
negativi generati dai rischi. 
L’opportunità è la possibilità che un evento accada e incida positivamente sul 
conseguimento degli obiettivi e sulla creazione di valore. Gli eventi che 
rappresentano opportunità richiedono un riesame della strategia formulata in 
precedenza o del processo di definizione degli obiettivi in atto, in modo che 
si possono definire i necessari interventi per cogliere, appunto, le opportunità 
che si presentano. 
Una miriade di fattori esterni (economia, ambiente, politica, sociale, 
tecnologia) e interni (infrastrutture, personale, processi) originano gli eventi 
che influiscono sull’implementazione della strategia e sul conseguimento 
degli obiettivi. È fondamentale che il management acquisisca conoscenza di 










1.8.3 Identificazione dei fattori di rischio 
 
Elemento chiave nell’intero processo di Risk Assessment è l’identificazione 
dei fattori di rischio. Un punto critico di questa fase è relativo alla capacità di 
individuare tutti i fattori di rischio che si presentano potenzialmente 
«rilevanti». Tale carattere potenziale dei fattori di rischio rilevanti si riferisce 
al fatto che non tutte le variabili sulle quali grava un’aleatorietà (incertezza) 
quanto agli accadimenti futuri sono fattori di rischio per l’azienda [11]. 
Questa dinamicità si presenta allora come un fattore di rischio solamente 
quando ha effetto sui fattori critici di successo, e conseguentemente, sulla 
performance aziendale.  
La caratteristica chiave di un fattore di rischio è quindi quella di modificare 
la distribuzione attesa dei risultati e, nell’accezione corrente all’interno del 
Risk Management, di contribuire a impedire che l’azienda raggiunga i propri 
obiettivi. 
Una volta definita la lista dei fattori di rischio potenziali, si devono 
identificare quali sono quelli che hanno un impatto effettivo sui risultati 
aziendali, sugli eventi che compromettono i fattori critici di successo. 
Una metodologia per identificare gli eventi può consistere in una 
combinazione di tecniche, insieme a strumenti di supporto.  
L’ampiezza dell’analisi, la tempistica e i metodi per identificare gli eventi 
variano da un’azienda all’altra. Il management seleziona le tecniche che più 
si adattano alla sua filosofia di gestione del rischio e si assicura che l’azienda 
sviluppi le capacità necessarie per identificare gli eventi e che gli strumenti di 
supporto siano disponibili. 
La vera e propria attività di identificazione dei fattori di rischio viene 
normalmente condotta mediante riunioni (workshop) alle quali partecipano 
vari livelli del management aziendale. Grazie a queste riunioni viene 
individuata una serie di informazioni che riguardano i differenti fattori di 




rischio: nella maggior parte dei casi la stima della probabilità di accadimento 
degli eventi incerti, la previsione con un certo intervallo temporale di anticipo 
del loro manifestarsi e la valutazione dell’impatto sui kpi viene condotta 
tramite valutazioni soggettive. 
Una implicazione dell’individuazione dei fattori di rischio riguarda la 
trasparenza e la possibilità di condividere all’interno dell’azienda il sistema 
di relazioni causali individuate come rilevanti. È  fondamentale adottare un 
linguaggio comune, così che tutte le funzioni aziendali concordino sul 
significato che si attribuisce ad un rischio evitando pericolosi fraintendimenti. 
Quindi anche definire il concetto di rischio, esposizione ed incertezza è un 
utile esercizio preliminare di linguaggio comune. È inoltre fondamentale che 
il management si concentri preliminarmente sulla creazione di una base 
comune da cui partire, affinché il processo di gestione dei rischi possa essere 
compreso ed accettato da tutta l’organizzazione. Il Risk Management deve 
essere parte integrante dell’attività quotidiana e ogni persona che opera in 
azienda, indipendentemente dal ruolo che ricopre, deve essere 
responsabilizzata sull’assunzione, sul monitoraggio e sulla gestione dei 
fattori di rischio. 
 
 
1.8.4 Classificazione dei fattori di rischio 
 
La necessità di classificare i fattori di rischio all’interno del processo di Risk 
Assessment nasce dalla constatazione che il risultato della fase di 
identificazione dei rischi è la realizzazione di una lista di eventi che possono 
mettere a rischio il raggiungimento dei risultati aziendali. 
La metodologia di analisi più diffusa consiste nel formare gruppi di lavoro 
all’interno delle business unit la cui finalità è quella di individuare quelle che 
sembrano essere le cause che maggiormente incidono sulla variabilità 




prospettica della performance. Dall’attività separata di questi gruppi di 
lavoro, due sono gli elementi critici che emergono e che determinano 
l’importanza della classificazione. Il primo è un problema di linguaggio: ogni 
fattore di rischio deve essere definito e individuato semanticamente allo 
stesso modo in tutti i gruppi di lavoro. Il secondo problema è la necessità di 
consolidamento, cioè di ricondurre i rischi a una griglia comune. Il 
consolidamento può essere articolato nelle dimensioni relative alla 
misurazione degli effetti che tali fattori di rischio determinano sulla 
performance aziendale e alla gestione di tali fattori. 
Se si adotta una chiave di lettura principalmente descrittiva, i fattori di rischio 
sono di norma classificati in relazione alla loro origine (esterna, decisioni 
interne e processi) o in relazione alla tipologia (strategici, operativi, 
finanziari). 
Il procedimento per raggiungere tale risultato è il seguente. Il primo passo è 
quello di dividere le fonti di incertezza del business in tre macro-aggregati: 
 I rischi connessi al contesto esterno: i quali si manifestano come 
fattori (externally driven) che influenzano il raggiungimento degli 
obbiettivi aziendali, possono avere un impatto diretto sul 
raggiungimento dei risultati aziendali oppure influenzare le scelte in 
relazione alle strategie, alle operations, alle relazioni con i clienti o 
con i fornitori, alla struttura organizzativa e all’assetto finanziario. Ne 
sono un esempio la concorrenza, l’instabilità politica o la disponibilità 
di credito (solo per citarne alcuni); 
 I rischi connessi ai processi: sono quei rischi identificabili 
nell’attività economica e produttiva dell’azienda, sono un esempio i 
rischi operativi (insuccesso di un prodotto) ed i rischi finanziari 
(cambio), sono riconducibili all’incertezza che colpisce l’esecuzione 
del modello di business aziendale; 
 I rischi di informativa del processo decisionale: sono riconducibili 
ad errori o mancanze degli strumenti utilizzati per prendere decisioni, 




alla conseguente incertezza sulla rilevanza e sull’affidabilità delle 
informazioni che supportano le decisioni aziendali. Tali rischi hanno 
origine quando i dati e le informazioni utilizzate a supporto dei 
processi decisionali sono incompleti, non aggiornati, non accurati, 
disponibili in modo non tempestivo o, in via più generale, 
semplicemente non rilevanti per il processo decisionale aziendale. Ad 
esempio i rischi di errori nella pianificazione e nell’elaborazione dei 
budget. 
Tali categorie si presentano strettamente interrelate l’una con le altre. 
Le prime due categorie di rischio sono determinate dalla situazione interna ed 
esterna del business, mentre la terza è influenzata direttamente dall’efficacia 
e dall’affidabilità dei sistemi informativi aziendali e dai processi, formalizzati 
e non, di raccolta di dati e informazioni finalizzati a individuare dati rilevanti, 
trasformare tali dati in informazioni significative per le decisioni e fornire tali 
informazioni al top management nei tempi e secondo le modalità appropriate. 
Il passo seguente è quello di creare un Business Risk Model come quello 
illustrato in Figura 1.4. 
Il raggruppamento dei fattori di rischio avviene perciò a valle di un’analisi 
delle cause di ciascun fattore: essi sono considerati come appartenenti alla 
stessa classe quando vengono identificate le cause comuni alle quali poterli 
ricondurre. 
Questa classificazione si fonda sui diagrammi causa-effetto, che sono 
riconducibili allo schema logico utilizzato per identificare in maniera 
sistematica tutte le cause reali o presunte che determinano uno stesso effetto. 
I fattori di rischio vengono quindi raggruppati, indipendentemente dalla loro 
natura, solamente con riferimento a eventi o decisioni che ne sono causa, allo 
scopo di poter incidere su queste determinanti comuni. 
 





Figura 1. 4 - Business Risk Model 
 
I rischi dopo essere stati individuati e inseriti nella griglia vengono descritti 
brevemente uno ad uno; per fare questa attività il gruppo deve essere 
composto da appartenenti a tutte le aree gestionali della società, in quanto è 
richiesta una conoscenza approfondita del business. Questo è il metodo usato 
da Arthur Andersen, ma non è l’unico. 
Simons (2004) [45] sottolinea parecchie volte l’esigenza dell’imprenditore di 
comprendere i rischi e identificarli. Nell’ambiente in cui opera l’impresa, i 
manager devono saper cogliere le condizioni suscettibili di trasformare 
specifiche categorie di rischi in pericoli effettivi. I manager, per gestire con 
efficacia l’impresa, devono stimare il rischio strategico, che è un evento o un 
insieme di condizioni inaspettate che riducono in misura significativa la 
capacità dei manager di implementare la strategia di business deliberata.  






















Figura 1. 5 - Fonti del rischio strategico 
 
Simons identifica quattro fonti di rischio, inevitabilmente presenti in ogni 
impresa: 
 Rischio operativo: Scaturisce dalle conseguenze di un’avaria in una 
capacità cruciale di natura operativa, produttiva o di elaborazione. 
Ogni errore operativo che ostacola il flusso di prodotti o servizi può 
esporre l’impresa all’insorgere di perdite e di passività patrimoniali. In 
quasi tutte le industrie, ci sono concorrenti che scelgono 
consapevolmente strategie in cui la sicurezza e/o la qualità di 
determinati processi operativi rivestono un’importanza cruciale per il 
successo, e che quindi comportano un rilevante rischio operativo. Le 
conseguenze di un rischio operativo sono spesso innescate da errori 
Rischio di immagine 
Rischio competitivo 
Rischio di perdita di valore 




















umani, che sono nella maggior parte dei casi involontari e/o 
accidentali. A volte, però, può succedere che qualcuno decida 
consapevolmente di prendere una scorciatoia sul tracciato della qualità 
o della sicurezza per raggiungere un traguardo di performance o 
guadagnarsi un bonus; 
 Il rischio di perdita di valore di un’attività patrimoniale: 
Un’attività patrimoniale è una risorsa posseduta da un’impresa per 
generare flussi di cassa futuri. Si dice che un’attività perde valore 
quando perde una quota significativa del suo valore corrente a causa di 
una diminuzione della probabilità che essa in futuro generi 
effettivamente quei flussi di cassa. Tale rischio deriva da [45]: 
svalutazione finanziaria, perdita di valore dei diritti di proprietà 
intellettuale, perdita di valore per cause materiali; 
 Rischio competitivo: Scaturisce da cambiamenti nell’ambiente 
competitivo in grado di compromettere la capacità del business di 
creare valore e di differenziare i suoi prodotti o servizi, tra cui: 
iniziative intraprese dai concorrenti per sviluppare nuovi prodotti e 
servizi di qualità superiore, cambiamenti nella normativa e nelle 
politiche delle autorità pubbliche, cambiamenti nei gusti o nei desideri 
dei clienti e cambiamenti nella strategia e nella politica dei prezzi dei 
fornitori. Indipendentemente dal settore industriale, fintantoché ha 
concorrenti attivi e clienti esigenti, un’impresa è esposta al rischio. I 
manager devono costantemente porre attenzione al rischio di non 
riuscire ad anticipare e a reagire a questi rischi competitivi con la 
necessaria tempestività, lasciando così che le regole del gioco 
competitivo volgano a loro sfavore. I sistemi di controllo interattivi 
sono essenziali per monitorare i rischi competitivi in presenza di una 
cultura d’impresa in grado di creare barriere per ostacolare il libero 
flusso di informazioni in merito a minacce e opportunità emergenti; 




 Il rischio di immagine: Si verifica quando il valore dell’intera 
impresa viene eroso a causa di una perdita di fiducia da parte di 
portatori di interessi cruciali. Il rischio di immagine si manifesta 
quando un problema o un insieme di problemi minaccia la vitalità 
dell’intera organizzazione. Insorge quando problemi o comportamenti 
dell’impresa influiscono negativamente sulla percezione che i clienti 
hanno del valore connesso all’uso dei beni o dei sevizi offerti. Per ogni 
impresa che opera in un mercato competitivo, l’immagine è una 
componente cruciale della capacità effettiva di creare valore. La 
reputazione circa l’integrità dell’attività svolta rappresenta una risorsa 
competitiva critica al fine di attrarre nuovi clienti e conservarli nel 
tempo. Un danno all’immagine può distruggere la reputazione di 
un’impresa letteralmente dalla sera alla mattina. Le segnalazioni 
diagnostiche di eccezioni focalizzate su indicatori chiave possono 
allertare i manager sull’insorgere di livelli di rischio inaccettabili. 
La classificazione dei rischi secondo i processi aziendali può presentarsi 
particolarmente utile nell’individuare e nell’analizzare il profilo di rischio 
collegato all’attività operativa, in modo da costruire un legame tra 
l’implementazione della strategia, lo svolgimento delle attività operative e i 
fattori di incertezza e di rischio ai quali le attività operative sono esposte. 
Un’ulteriore possibile classificazione dei rischi consiste nella suddivisione 
dei fattori di rischio in gestibili, verso i quali cioè l’azienda è in grado di 
incidere o di limitarne/amplificarne gli effetti sulla performance (questo non 
vuol dire che necessariamente l’azienda attuerà un monitoraggio costante o 
che gestirà tali fattori) e non gestibili, verso i quali l’azienda assumerà un 
atteggiamento passivo e adotterà una strategia assicurativa. 
Quest’ultimi possono essere definiti fattori di rischio strategici perché 
richiedono attività e procedure non standard per l’identificazione e un 
efficace monitoraggio. A fronte di rischi strategici vi sono i rischi gestibili: 




rischi che si è in grado di identificare e monitorare e per i quali le 
competenze e le risorse necessarie sono già disponibili. 
 
Figura 1. 6 - Classificazione dei rischi 
 
In sintesi, il ricorso ad uno schema di classificazione garantisce la 
standardizzazione e l’omogeneità nel processo di individuazione dei fattori di 
rischio in tutte le business unit e in tutti i gruppi di lavoro, in modo che 
relativamente a un determinato rischio si possa fare riferimento alle 
medesime situazioni, che alcuni tra i fattori di rischio non siano trascurati e 
che vi sia un «linguaggio comune» che permetta la condivisione delle cause 
dei rischi. 
L’apprendimento indiretto è ciò che si verifica quando un manager assiste a 
un disastro o a un incidente in un’altra impresa e si rende conto che la stessa 
cosa potrebbe facilmente capitare anche a lui. Purtroppo, il modo più 
comune, ma doloroso, di prendere coscienza di un rischio (e il relativo fattore 
di rischio) è quello di pagarne in prima persona le conseguenze. Per 




individuare il rischio strategico un attento esame dei casi di fallimento può 
essere molto utile. 
 
 
1.9 Valutazione del rischio 
 
Il concetto di rischio pone un severo problema applicativo all’azienda: la 
misurazione. La semplice variabilità è insufficiente e si rende quindi 
necessaria una misura più completa capace di cogliere gli effetti economici 
del rischio visto nella sua totalità: occorre tenere in considerazione le cause 
del rischio, ovvero quegli elementi la cui variabilità non è sotto il controllo 
dei singoli soggetti economici, il nesso, ovvero l’elemento che lega i fattori di 
rischio all’esposizione ad essi conseguente, le attese, cioè le visioni 
economiche (di scenario) che i soggetti hanno nel momento in cui assumono 
decisioni, le tolleranze, intese come capacità di assorbire gli effetti negativi 
di una particolare situazione rischiosa, e la reattività, intesa come la capacità 
di attivare un processo decisionale in tempi ridotti allo svilupparsi di una 
particolare condizione di rischio [34]. 
Le applicazioni pratico - operative che emergono dalle aziende solitamente 
mettono in evidenza l’insufficienza esplicativa delle tradizionali misure di 
dispersione adottate in campo statistico per tentare di descrivere i rischi. 
Si ha motivo di ritenere che le difficoltà maggiori nella misurazione del 
rischio non sorgano tanto sul lato della misura della quantità del rischio 
(problema risolvibile con alcuni accorgimenti tecnici sulle misure), bensì su 
quella della qualità del rischio cioè sulla determinazione del grado di 
apprezzamento (avversione) al rischio dei soggetti economici. 
Si tratta del problema più complesso in assoluto. Se infatti si ricorre 
all’ipotesi tradizionale secondo cui le aziende vengono gestite secondo il 
principio di neutralità al rischio, allora l’utilizzo dei valori attesi ben si adatta 




allo scopo, data la completa sovrapposizione con valori degli equivalenti 
certi; viceversa, se si accetta il principio che anche le aziende possano essere 
gestite secondo diversi gradi di avversione (al limite anche negativa), 
l’equivalente certo tenderà a discostarsi dal valore atteso, rendendo più 
complessa la costruzione di una misura «monetaria» dei rischi. 
Nella visione della teoria finanziaria l’avversione al rischio fa riferimento al 
rischio inteso come variabilità: essa è uno degli elementi che concorre a 
determinare il grado di utilità degli individui in quanto misura indipendente 




1.9.1 Avversione al rischio 
 
Le configurazione di payoff nei diversi scenari ed i rischi elementari sono le 
componenti che concorrono alla formazione del rischio complessivo 
dell’azienda; il grado di avversione al rischio è dipendente dallo scenario, 
dalle soluzioni adottate, dalle attese dell’impresa e dal grado di reattività che 
la qualifica. 
Il grado di avversione al rischio che le imprese mostrano compendia quindi al 
proprio interno diversi gradi specifici di avversione a particolari fattispecie di 
rischio ed anche le interazioni dinamiche che si possono sviluppare fra esse. 
Al crescere del grado di commitment, l’impresa risulterà maggiormente 
sensibile agli effetti negativi prodotti dalla causa di rischio a cui il grado di 
commitment la espone e contemporaneamente più aggressiva nell’utilizzo di 
tutte le leve di manovra alternative per limitarne l’impatto. Il grado di 
tollerabilità del rischio dipenderà peraltro dall’efficacia con cui il 
commitment avrà creato in capo all’azienda competenze per la gestione dei 
rischi; a fronte di un impegno finanziario, la minore presenza di competenze 




precostituite, comporterà all’azienda una spesa improduttiva non allineata 
alle attese di remunerazione del mercato finanziario. 
Così all’aumentare del commitment, l’avversione allo specifico rischio 
dapprima si riduce sfruttando al meglio e facendo proprie le competenze 
create dal commitment; successivamente l’avversione allo specifico rischio 
cresce progressivamente sino a divenire infinita per livelli di commitment 
incompatibili con l’ambiente esterno. 
Naturalmente si pone il problema di misurare il grado di commitment: 
occorrerà utilizzare indicatori volti a sintetizzare quella parte di costi la cui 
variabilità risulta vincolata dal commitment stesso. 
Occorre dunque una misura di utilità sensibile a questo aspetto ed al 
contempo usabile dalle imprese. 
L’avversione al rischio è solitamente asimmetrica: più consistente rispetto al 
dispiegamento di scenari meno favorevoli e più contenuta allorquando le 
prospettive si fanno più rosee. 
Possiamo immaginare che l’avversione al rischio risenta degli scostamenti 
rispetto al budget che l’impresa si è prefissata come obiettivo. Aumentando il 
divario positivo fra risultati ottenuti e budget si riduce l’avversione al rischio 
dell’impresa e viceversa. 
Possiamo cioè ipotizzare che, similmente a quanto avviene per le gestioni di 
portafoglio contro benchmark, i livelli di avversione al rischio siano almeno 
due: l’uno relativo al rischio implicito ai risultati di budget, l’altro 





La misura che meglio si adatta a determinare la dimensione della tollerabilità 
dei rischi viene espressa dalla massima perdita sostenibile dall’impresa 
solitamente identificata attraverso il livello del valore economico degli attivi 




di bilancio sotto il quale l’impresa non è più in grado di adempiere a tutti gli 
impegni contrattuali assunti, richiedendo quindi per la sua sopravvivenza la 
soppressione di alcuni di essi ovvero tutti (default) [34]. 
La teoria della scelta in condizioni di incertezza identifica l’utilità come 
adeguato parametro di misurazione a supporto delle scelte in contesti 
rischiosi: la crescita dell’utilità è indice di una gestione più soddisfacente del 
rischio. 
La misura è certamente corretta sotto il profilo scientifico, anche se fatica ad 
essere applicabile sotto un piano operativo aziendale per due ordini di motivi: 
l’uno di carattere metodologico, l’altro di carattere più fondamentale. 
Anzitutto, c’è una oggettiva difficoltà nel trovare un metro dell’utilità 
applicabile agli operatori economici in generale ed alle aziende nella loro 
particolarità e diversità. È noto infatti che l’utilità è una misura che emerge in 
conseguenza di una interazione fra tre elementi di non facile determinazione: 
il rischio (inteso come volatilità), il rendimento atteso ed il grado di 
avversione al rischio [34]. Inoltre l’utilità è una misura altamente soggettiva e 
conseguentemente poco adatta allo svolgimento di confronti fra diversi 
soggetti economici e fra situazioni del medesimo soggetto economico nel 
tempo. 
La corretta determinazione del livello di utilità a livello aziendale presuppone 
la costruzione di una relazione matematica assai complessa a seguito: della 
numerosità degli elementi che dovrebbero concorrere alla formulazione e 
delle peculiarità delle loro distribuzioni statistiche; dei legami che fra di essi 
si instaurano per natura ed in conseguenza di scelte manageriali (giacchè tali 
legami possono modificare il grado di rischio senza incidere sulla variabilità); 
della variabilità del grado di avversione al rischio al mutare delle altre 
componenti del rischio; soprattutto, per la formidabile capacità di reazione 
che le imprese dimostrano a fronte della situazione rischiosa attivando scelte 
e sfruttando competenze che sono loro proprie [34]. Infine, un’adeguata 
misura aziendale del rischio dovrebbe essere espressa con un metro 




monetario omogeneo: solo così si renderebbero più semplici i confronti e le 
valutazioni economiche delle scelte di gestione da compiere nell’azienda. 
 
 
1.9.3 Valutare gli eventi 
 
Il management nel valutare il rischio considera la combinazione di potenziali 
eventi futuri, relativi all’azienda e alle sue attività nel contesto degli elementi 
che contribuiscono a formare il suo profilo di rischio, quali la dimensione, la 
complessità delle operazioni e il grado di regolamentazione del settore in cui 
opera. Nel valutare il rischio, il management determina gli eventi imprevisti e 
inattesi. Molti eventi sono routinari e si verificano con una certa frequenza 
(eventi possibili) e sono già considerati nei programmi operativi e nei budget, 
mentre altri sono inaspettati. Il management valuta il rischio di eventi 
potenziali inattesi e di eventi potenziali possibili che possono avere un 
impatto significativo sull’azienda. L’incertezza degli eventi potenziali è 
valutata da due prospettive: probabilità e impatto. La probabilità è definita 
come la possibilità che un evento accada, mentre l’impatto rappresenta il suo 
effetto 3 . Il management è consapevole che un rischio, con una bassa 
probabilità di accadimento e un impatto potenzialmente basso, generalmente, 
non merita di essere preso in considerazione. D’altra parte, un rischio con 
un’elevata probabilità di accadimento e con un impatto significativo richiede 
una considerevole attenzione, con giudizi difficili da formulare. 
La “valutazione del rischio” riguarda una continua e interattiva serie di azioni 
che riguardano tutta l’attività aziendale. 
I fattori esterni e interni determinano la tipologia degli eventi che si possono 
verificare e la misura in cui incidono sugli obiettivi aziendali. Sebbene alcuni 
fattori siano comuni a tutte le aziende che operano in un settore, tuttavia, gli 
                                                           
3
 Altri termini di uso comune per identificare la probabilità e l’impatto sono: severità (severity), gravità 
(seriousness) o conseguenza (consequence). 




eventi che si verificano spesso sono peculiari alle singole aziende, a causa 
degli obiettivi da esse definiti e delle scelte effettuate nel passato [15]. 
Misurare l’effetto che i fattori di rischio hanno sui risultati di un’azienda 
risulta spesso estremamente complesso. È necessario determinare la loro 
probabilità di accadimento e quantificarne gli effetti, in primis, sui fattori 
critici di successo e, infine, sulla performance di una business unit 
dell’azienda. I fattori di rischio producono effetti sui risultati aziendali in 
termini di variabilità della performance. A tale scopo si deve predisporre un 
modello in grado di individuare i fattori interni ed esterni incerti che sono 
rilevanti nel determinare una potenziale variazione della performance 
aziendale. È quindi necessario identificare una serie di relazioni che 
permettono di quantificare direzione e grandezza di questi impatti [4]. 
 
 
1.9.4 Rischio inerente e residuo 
 
Il management considera sia il rischio inerente che il rischio residuo. Il 
rischio inerente è il rischio che un’azienda assume quando il management 
non attiva alcun intervento per modificarne la probabilità e l’impatto. Il 
rischio residuo è il rischio che rimane dopo che il management ha attivato 
una risposta al rischio. Si può fare riferimento alla massima perdita 
realizzabile a seguito del manifestarsi dei fattori di rischio analizzati; in 
questo modo si quantifica l’impatto lordo (rischio inerente) riconducibile a 
quel fattore di rischio. Il rischio inerente deve essere valutato congiuntamente 
alla verosimiglianza che i fattori che determinano tali eventi possano 
accadere (probabilità) e alla capacità del management di mettere in atto 
azioni in grado di limitare gli effetti negativi, ovvero di amplificare gli 
impatti positivi sulla performance aziendale. La differenza tra i benefici attesi 
dall’attuazione di questo piano e gli effetti complessivi che i fattori di rischio 




hanno sul conseguimento degli obiettivi aziendali determina l’impatto 
complessivo (impatto netto o rischio residuale). 
La valutazione al rischio è effettuata in primo luogo in termini di rischio 
inerente. Una volta che la risposta al rischio è stata attivata, il management 
determina il rischio residuo. 
 
 
1.9.5 Orizzonte temporale 
 
L’orizzonte temporale utilizzato per valutare il rischio deve essere coerente 
con l’orizzonte temporale della relativa strategia e dei relativi obiettivi. 
Poiché le strategie e gli obiettivi di numerose aziende riguardano, 
normalmente, orizzonti temporali di breve e medio periodo, il management 
dovrà, evidentemente, orientarsi verso i rischi posizionati di questi orizzonti 
temporali. Tuttavia è da considerare che alcuni aspetti della strategia e degli 
obiettivi riguardano anche il lungo termine. Di conseguenza, il management 
deve essere consapevole che i rischi possono riguardare orizzonti temporali 
più lunghi e non deve ometterli nelle sue valutazioni. 
Nella realtà di impresa la gestione di equilibri multiperiodali (dinamici) è un 
fatto caratteristico. Si sostiene solitamente che all’allungarsi dell’orizzonte 
temporale il rischio percepito si riduca in quanto aumentando il numero di 
tentativi (sottoperiodi) si hanno maggiori possibilità che il rendimento finale 
si assesti sul valor medio della distribuzione statistica. Conseguentemente 
all’estendersi dell’orizzonte temporale di riferimento dovrebbe quindi ridursi 
il grado di avversione al rischio [42], [48]. Questa affermazione è corretta se 
si ipotizza preventivamente che sia definibile un orizzonte temporale 
preferito dal singolo e che in tale arco temporale le distribuzioni dei 
rendimenti entro ciascun sub - periodo siano indipendenti ed identicamente 
distribuite; sotto queste ipotesi il rendimento complessivo cresce infatti 
proporzionalmente al tempo (espresso dal numero dei periodi di durata 




dell’investimento) mentre il rischio – espresso dalla deviazione standard – 
cresce sulla base della radice quadrata del tempo. 
Il grado di esposizione al rischio al variare dell’orizzonte temporale può 
essere definito con certezza solamente ex-post. Le decisioni sono quindi 
assunte su ipotesi di configurazione del rischio e richiedono capacità di 
adattamento della struttura al mutare delle condizioni economiche. La 
relazione fra avversione al rischio ed orizzonte temporale è quindi dipendente 
da fatti contingenti legati: alle aspettative formulate dall’impresa; alla 
distribuzione della produzione di ricchezza fra i diversi periodi; alla reattività 
di cui l’impresa è dotata. 
Tre indicazioni fondamentali per la relazione rischio - tempo rilevante per 
l’impresa [34] sono: 
 a parità di durata economica degli investimenti, l’accorciamento degli 
orizzonti temporali di riferimento aziendale richiede un minore grado 
di avversione al rischio; 
 a parità di orizzonte temporale aziendale, l’allungamento della durata 
degli investimenti richiede maggiore tolleranza (meno avversione) al 
rischio dell’impresa; 
 a parità di orizzonti temporali aziendali e dell’investimento, la 
maggiore concentrazione dei flussi di cassa dei primi anni di vita 
consente gradi di avversione al rischio più elevati. 
 
 
1.9.6 Natura dei dati 
 
È fondamentale che le analisi siano razionali e svolte con diligenza. La stima 
delle probabilità e dell’impatto del rischio è spesso determinata utilizzando 
dati relativi a eventi già accaduti (storici), che costituiscono una base più 
obiettiva rispetto a stime totalmente soggettive. I dati di provenienza interna, 
basati sulle esperienze maturate dall’azienda, possono risultare meno 




svalutati da valutazioni soggettive e forniscono, generalmente, risultati 
migliori rispetto ai dati di provenienza esterna (dati ISTAT, benchmark, etc.). 
Anche nei casi in cui i dati di provenienza interna costituiscono la fonte 
primaria dell’informazione, i dati esterni possono comunque risultare 
vantaggiosi se utilizzati per convalidare i primi e per migliorare così le 
analisi. Si deve prestare particolare attenzione quando si utilizzano eventi 
passati per prevedere gli accadimenti futuri, dato che i fattori che influenzano 
gli eventi possono variare nel tempo. 
Nelle aziende, a differenza di quanto accade nei mercati finanziari, il 
recepimento di un nuovo set di attese è un fatto organizzativo costoso i cui 
tempi di realizzazione sono ben maggiori di quelli che si osservano nei 
mercati finanziari. Così mentre per l’analisi dei rischi in un mercato 
finanziario si pone solo un problema di una loro eventuale percezione 
distorta, a livello aziendale di pone anche un problema dei tempi con cui le 
aspettative sono aggiornate, spesso legata a quella dello scorrimento dei 
budget. A ciò si aggiunge che la gestione dei rischi è un’attività che 
presupporrebbe un atteggiamento ex-ante alla variabilità dato che la 
realizzazione di un possibile risultato, rispetto ai tanti probabili ed impliciti 
nella distribuzione, elimina per definizione il rischio. Nella realtà delle 
imprese – specie quelle di più piccole dimensioni – l’atteggiamento nei 
confronti del rischio è invece di tipo ex-post: il rischio viene rilevato 
solamente nel momento in cui produce «danni» economici, ovvero risultati 
inferiori alle aspettative (solitamente fatte uguali alle previsioni di budget o 
di piano), più frequentemente quando produce perdite economiche, specie 
quelle in grado di mettere a repentaglio la sopravvivenza stessa dell’impresa. 
I manager spesso esprimono dei giudizi soggettivi sull’incertezza e nel farlo 
devono riconoscere i limiti insiti in questi giudizi. I risultati degli studiosi 
psicologi dimostrano che le persone che prendono decisioni, con vari ruoli, 
sono spesso eccessivamente fiduciose delle loro capacità di formulare stime 
corrette e non riconoscono le numerose incertezze che realmente esistono. 




Questa tendenza di eccessiva fiducia nella stima delle incertezze può essere 
attenuata con un utilizzo efficace di dati empirici generati all’interno e 
all’esterno dell’azienda. In assenza di questi dati, solo la consapevolezza 
dell’esistenza pervasiva di tale inclinazione può mitigare gli effetti che ne 
potrebbero derivare. 
Le tendenze nel processo decisionale si possono manifestare in un altro 
modo, e cioè nelle diverse scelte effettuate nel caso si persegua un guadagno 
e nel caso, invece, si voglia evitare una perdita. Consapevoli di queste 
tendenze umane, i manager possono elaborare l’informazione in modo tale da 
rafforzare il rischio accettabile e influire sui comportamenti. Il modo in cui 
l’informazione è presentata può significativamente incidere sul modo in cui 





La misura della rischiosità che si adatta alla gestione delle aziende necessita 
anzitutto di indicatori facilmente utilizzabili da tutta la struttura aziendale e 
non solamente da quei dipartimenti che sono maggiormente impegnati nelle 
scelte di gestione dei rischi (solitamente direzione generale e finanza). Ciò in 
conseguenza del fatto che la multidimensionalità dei rischi rende la loro 
gestione un fatto non esclusivo di una funzione aziendale (in particolare della 
finanza) bensì un fatto diffuso nella struttura dell’azienda con conseguente 
esigenza di disporre di misure di facile comprensibilità oltre che di 
sufficiente sostenibilità scientifica. La difficoltà che le organizzazioni 
mostrano ad uscire dai canoni imposti dalla contabilità generale rende il 
tentativo di introduzione di nuovi indicatori molto complesso. 
Il management utilizza spesso indicatori di performance per determinare la 
misura in cui un obiettivo è stato o sarà conseguito e normalmente utilizza le 
stesse unità di misura quando deve determinare l’impatto potenziale di un 




rischio sul conseguimento di un obiettivo specifico; tale impatto è meglio 
determinato se si adottano le stesse unità di misura degli obiettivi a cui si 
riferisce. 
Gli indici servono a : 
 evidenziare una evoluzione e a confermare una tendenza; 
 raffrontare i dati economici dell’impresa con i dati economici di altre 
imprese aventi la stessa mission; 
 situare l’impresa nel contesto economico generale. 
Gli indici devono essere utilizzati con precauzione, nella misura in cui 
permettono di fare il punto più che dare un giudizio. Devono essere 
significativi, semplici, comprensibili e poco numerosi, ma in perfetta 
coerenza con la struttura economica e finanziaria dell’impresa. La definizione 
di una misura scientificamente adeguata e contemporaneamente utilizzabile 
dalle aziende a supporto della gestione dei rischi è ad oggi purtroppo 
improponibile. La scelta di una misura adatta alla gestione dei rischi è 
anzitutto un problema organizzativo; essa condiziona infatti le modalità con 
cui le decisioni aziendali sono adottate e quindi anche il livello di rischio che 
qualificherà l’azienda. La selezione di un adeguato indice deve dunque 
rispondere sia a criteri di solidità scientifica sia a principi di specificità 
aziendale [14]. 
I rischi d’impresa frequentemente non sono normali in senso statistico, così 
che la loro assunzione da parte dell’impresa dipende da situazioni di contesto 
specifiche. Fra queste un ruolo essenziale è rappresentato dalle aspettative 
dell’impresa (non del mercato): l’esposizione al rischio dell’impresa 
andrebbe anzitutto misurata in termini di dispersione dei risultati rispetto alle 
attese di budget (legate cioè ad uno specifico scenario) e non rispetto alle 
attese medie. 
La difesa dei risultati di budget è una componente organizzativa 
fondamentale dell’impresa in quanto permette di uniformare il 
comportamento delle diverse funzioni intorno ad un obiettivo comune. 




1.9.8 Tecniche di valutazione 
 
La valutazione sulle tecniche da adottare avviene sulla base delle 
considerazioni costi - benefici relativi all’adozione della tecnica. 
 
Tabella 1. 1 – Tecniche di valutazione 
 
Livello di sofisticazione 
 
 
Tecnica analitica per la misurazione dei rischi 
Alto (modelli matematici – probabilistici) Analisi statistiche (modelli probabilistici) 
Analisi di scenario/simulazione 
Analisi di sensitività/simulazione 
Moderato Analisi dell’impatto/esposizione 
Analisi degli indicatori di rischio 
Basso Prioritizzazione qualitativa dei rischi 
Individual quantitative self assessment 
Assessment soggettivo e personale 
 
In linea più generale, a mano a mano che si procede verso tecniche 
maggiormente sofisticate per la misurazione dei rischi, l’obiettivo diviene 
quello di produrre un assessment che vada oltre la semplice rappresentazione 
qualitativa e che permetta di stimare la grandezza del potenziale impatto sulle 
variabili economiche - finanziarie. 
È poi naturale ritenere che quanto più la tecnica adottata sia semplice, tanto 
più sia facilitata la sua comprensione e diffusione all’interno dell’azienda; 
ciòcomporta una più ampia condivisione dei risultati ottenuti [11]. 
La metodologia di valutazione del rischio aziendale si articola in una varietà 
di tecniche qualitative e quantitative. Il management utilizza spesso le 
tecniche qualitative quando la tipologia dei rischi da valutare non si presta a 
essere quantificata, oppure quando sono necessari un certo numero di dati 
affidabili, per una valida quantificazione, che risultano indisponibili, oppure 
la ricerca e l’analisi dei dati risulta molto onerosa. Le tecniche quantitative 
solitamente sono più precise e sono impiegate in attività più complesse e 
sofisticate a integrazione delle tecniche qualitative [15]. 




Un’azienda non ha bisogno di utilizzare tecniche di valutazione omogenee in 
tutte le sue unità operative. Piuttosto, la scelta delle tecniche deve tener conto 
dell’effettiva necessità di ottenere misurazioni precise e della cultura 
prevalente nelle unità operative valutate. 
Fissando termini omogenei per quanto concerne la probabilità e l’impatto a 
livello aziendale e categorie omogenee di rischio per le misurazioni 
qualitative, si facilita oltremodo la valutazione del rischio aziendale. 
Quando gli eventi potenziali non sono correlati tra loro, il management deve 
valutarli distintamente. Ma quando le correlazioni tra eventi esistono, oppure 
gli eventi si combinano e interagiscono tra di loro, il management dovrà 
valutarli tutti assieme. Mentre l’impatto di un singolo evento potrebbe essere 
irrilevante, l’impatto di una sequenza o di un aggregato di eventi potrebbe 
essere significativo. 
Tra i diversi approcci per la valutazione e stima della distribuzione di 
probabilità non ne esiste uno dominante che possa essere utilizzato in modo 
indifferenziato in relazione a tutti i fattori di rischio che l’azienda si trova ad 
affrontare. 
In linea generale si fa riferimento a metodi riconducibili a [11]: 
 metodi «soggettivi»: la stima della distribuzione di probabilità dei 
fattori di rischio è fondata principalmente sulle valutazioni di esperti e 
del management: 
 identificazione soggettiva diretta della probabilità di 
accadimento; 
 metodo Delphi; 
 metodi «statistici»: la modellizzazione viene condotta utilizzando 
metodi statistici, ed è fondata sulla disponibilità di dati storici: 
 l’analisi dei dati; 
 stime empiriche fondate su serie storiche di dati oppure, 
ipotizzata una forma per la distribuzione di probabilità, utilizzo 
dei dati per stimarne i parametri; 




 analisi di regressione per determinare il valore dei fattori di 
rischio; 
 metodi «statistico - econometrici»; 
 simulazione stocastica; 
 diagrammi d’influenza; 
 modelli bayesiani. 
Le tecniche quantitative di valutazione, generalmente, richiedono un più 
elevato livello di applicazione e di rigore. La validità di queste tecniche 
dipende fortemente dalla qualità dei dati di supporto e dalle assunzioni di 
base. Queste tecniche sono particolarmente adatte per i rischi che si sono già 
manifestati nel passato, che hanno una frequenza di variabilità e che 
consentono di formulare previsioni attendibili. 
Le aziende non hanno a disposizione una serie di dati relativi ai rischi di 
business che permettano di stimare l’accadimento degli eventi utilizzando un 
approccio frequentista. Il probabile verificarsi degli eventi viene stimato 
facendo ricorso alla valutazione dei singoli soggetti. Questa stima, 
ovviamente, risente della sfera di esperienze del decisore aziendale e delle 
sue conoscenze riassumibili nella pratica accumulata nel tempo. 
Nella valutazione soggettiva della probabilità si deve però tenere in 
considerazione una serie di «distorsioni» nel comportamento cognitivo e 
valutativo dei soggetti, in particolare dalla loro conoscenza degli eventi 
potenziali e dalle dinamiche e dal contesto in cui la valutazione è effettuata. 
In relazione a possibili risultati positivi i soggetti decisori si comportano in 
modo avverso al rischio, mentre nel caso in cui si trovino di fronte a perdite 
possibili sono propensi ad accettare i rischi. 
Nella valutazione dell’accadimento di eventi futuri, due sono tipicamente le 
euristiche adottate. La prima è chiamata euristica della probabilità ed è 
utilizzata allo scopo di fornire una stima della probabilità di accadimento di 
eventi futuri: questa logica si fonda sull’esperienza relativa all’accadimento 
di tali eventi in passato. La seconda euristica è chiamata euristica 




dell’ancoraggio: essa si fonda su pregiudizi che hanno un peso rilevante nel 
determinare il processo valutativo e decisionale di un soggetto [11]. 
Il metodo statistico porta a una stima puntuale (la media della distribuzione), 
mentre la valutazione soggettiva permette di ottenere la dispersione attorno 
alla media (la varianza, l’asimmetria e la concentrazione della distribuzione). 
Il metodo frequentista non ha vita propria se non accompagnato da una 
valutazione soggettiva, differente in ogni azienda. 
Ad esempio la relazione fra utilità e livello di rischio è la seguente: 
                                           U = E(R) – Aσ2                                                (1.1) 
dove: 
E(R): valore atteso dei rendimenti (valutazione statistica); 
σ2: varianza dei rendimenti; 
A : grado di avversione al rischio (valutazione soggettiva). 
L’utilità è quindi misurata in termini di equivalente certo dei rendimenti: con 
σ nullo, E(R) è pari a U; con σ positivo, U indica il livello di rendimento 
privo di rischio capace di produrre la stessa soddisfazione delle altre 
combinazioni rendimento - rischio che soddisfano l’equazione. L’efficacia di 
questa misura è legata alla vigenza del teorema di separazione di Tobin 
(1958), quindi alla rilevanza del solo rischio sistematico. 
L’attenzione accademica e degli operatori è stata rivolta al problema di come 
le aziende possono sostituire i sistemi di misurazione delle performance 
centrati su linguaggio economico - finanziario con altri che riflettano i 
cambiamenti nel sistema competitivo e nei fattori critici di successo. 
L’obiettivo è la modellizzazione delle relazioni che intercorrono tra fattori di 
rischio e impatto sulla performance. 
L’utilizzo di modelli multidimensionali offre in modo esplicito un 
bilanciamento tra indicatori economico - finanziari e misure non economico -
finanziarie e, all’interno di quest’ultime, la compresenza di differenti 
prospettive di analisi; c’è una maggiore attenzione verso l’identificazione 




delle relazioni tra fattori critici di successo di un modello di business e la 
performance economica - finanziaria [11]. 
Questi sistemi di misurazione della performance si fondano quindi sulla 
ricerca di una serie di relazioni di varia natura che presentano connessioni 
osservate o ritenute plausibili di causa ed effetto. 
Il processo ha origine dall’osservazione empirica e conduce alla 
concettualizzazione e all’astrazione dei momenti di apprendimento delle 
dinamiche aziendali. Il primo passo della modellizzazione consiste nella 
scelta degli indicatori di performance che rappresentano gli obiettivi 
aziendali. Nella modellizzazione delle relazioni rischio - misure di 
performance, un elemento critico riguarda il numero di livelli di variabili 
intercorrenti e di fattori di rischio che devono essere considerati nel modello 
di analisi. Nella costruzione del modello ogni fattore di rischio per il quale si 
è ritenuto necessario procedere a una modellizzazione stocastica viene 
associato a una possibile distribuzione e vengono determinate (stimate) le 
correlazioni tra i differenti fattori di rischio. Il passo successivo ha l’obiettivo 
di costruire un legame tra le distribuzioni dei fattori di rischio e la misura di 
performance, che la maggior parte delle volte è finanziaria. 
Il modello economico - finanziario può quindi essere utilizzato per misurare 
la quantità di performance «a rischio», cioè quanta parte dei risultati 
conseguibili si presentano come incerti a seguito della manifestazione di 
eventi futuri, e per analizzare l’impatto delle decisioni di risk management 
nella performance utilizzando la tecnica di costruzione di scenari what – if 
[11]. 
L’obiettivo è quindi quantificare il cambiamento in alcuni fattori critici di 
successo all’interno di differenti scenari [7]. 
Si procede non solo all’individuazione dei fattori di rischio ma si cerca anche 
di tradurre in termini quantitativi l’effetto che la manifestazione del fattore di 
rischio ha sulla performance aziendale. 
 




1.9.8.1 Tecniche qualitative 
L’applicazione di tecniche qualitative conduce alla costruzione di uno degli 
strumenti più efficaci e diffusi nell’ambito del risk assessment: le mappe dei 
rischi. 
In sostanza, al singolo soggetto o al team che ha proceduto all’assessment 
viene richiesto di descrivere l’intensità dell’impatto utilizzando una scala di 
attributi come nullo, molto basso, basso, medio, alto, molto alto. Per l’analisi 
degli impatti sulla performance è necessario che l’orizzonte temporale di 
riferimento sia definito a priori in modo chiaro e non venga modificato 
durante il processo di assessment. 
Per ottenere consensi sulla probabilità e l’impatto, che sono stati determinati 
impiegando tecniche di valutazione qualitative, le aziende possono adottare 
lo stesso approccio impiegato per identificare gli eventi, e cioè le interviste e 
i workshop. Un processo di auto - valutazione del rischio indirizza 
l’attenzione ai partecipanti sulla probabilità e sull’impatto degli eventi futuri, 
adottando scale sia descrittive sia numeriche. 
Con riferimento ai business risk, quella dei fattori di rischio è sempre una 
probabilità soggettiva e i fattori di rischio vengono classificati secondo la 
probabilità associata a ognuno di questi. La scala adottata per la definizione 
delle categorie di probabilità all’interno delle quali classificare i fattori di 
rischio è la stessa di quella impiegata per la classificazione degli impatti, in 
modo da avere una completa coerenza tra le due dimensioni esaminate e 
poter costruire matrici per l’analisi congiunta impatto - probabilità. 
La costruzione della scala degli impatti segue fondamentalmente due logiche: 
la prima riguarda la semplice valutazione dell’effetto sulla misura di 
performance a prescindere dal segno di questo impatto, mentre la seconda 
rappresenta non solo l’intensità ma anche il segno dell’impatto secondo la 
seguente scala: molto negativo, negativo, nullo, positivo, molto positivo. 




Il problema più delicato nella costruzione delle mappe dei rischi riguarda il 
raggiungimento di una certa omogeneità nella formazione delle classi tra i 
differenti gruppi di lavoro. 
Partendo da queste valutazioni qualitative sulla probabilità e sugli impatti si 
conduce una conversione dalle valutazioni sulla probabilità alla definizione 
di intervalli di probabilità, e dalla valutazione degli impatti alla stima della 
variazione dei kpi. 
 
Tabella 1. 2 – Tabella di conversione valutazioni qualitative – giudizi quantitativi 
 
 
La determinazione dei valori soglia (cut off) che ripartiscono i rischi nelle 
differenti categorie a seconda del livello di esposizione (elevata, media, 
bassa) dipende principalmente dal livello di propensione alla gestione dei 
rischi presente nella business unit. 
Con riferimento ai diversi livelli di esposizione, l’esposizione bassa viene 
associata a una zona di rischiosità ridotta: i fattori di rischio classificati in 
questa zona non sono significativi e quindi è possibile porre nei confronti di 
questi una minore attenzione. È però opportuno che il monitoraggio di questi 




fattori di rischio sia ugualmente condotto perché le variabili causa dei fattori 
classificati in quest’area si possono modificare in termini sia di probabilità 
sia di impatto. 
All’opposto vi è l’esposizione elevata; i fattori di rischio classificati in questa 
zona possono minare la sopravvivenza stessa dell’azienda in quanto nessun 
business può sopravvivere accettando nel lungo termine un insieme di rischi 
di tale criticità. Di conseguenza, il management deve gestirli mediante il 
ricorso a specifiche strategie e piani di azione. 
I fattori di rischio con una esposizione media possono essere conseguenza del 
fatto che tali fattori hanno una probabilità elevata ma si presentano di impatto 
limitato oppure, viceversa, hanno un impatto rilevante ma sono poco 
probabili. Questi fattori di rischio, sebbene non critici come quelli menzionati 
precedentemente, richiedono particolare attenzione. 
La mappatura dei rischi è utilizzata in molti modi, a motivo della sua 
versatilità. In relazione agli oggetti di analisi, la mappa dei rischi può riferirsi 
alle singole unità organizzative (in una logica funzionale), alle singole attività 
o processi, agli specifici kpi che possono a loro volta diventare dei risk 
performance indicator. 
Il riferimento alla mappa dei rischi permette al management di focalizzare 
l’attenzione sui rischi che rilevano caratteristiche critiche in termini di 
valutazione congiunta probabilità - impatto e che, analizzate separatamente, 
si presentano come molto probabili o con un impatto elevato sulla 
performance. 
Da un lato troviamo fattori di rischio relativi a eventi che hanno una bassa 
probabilità di manifestazione, ma il cui impatto sui risultati aziendali è 
rilevante. Questi fattori sono principalmente di natura esterna, il cui controllo 
non è solitamente realizzabile da parte del management [19]. Questo è il 
motivo per cui il contingency planning assume una particolare rilevanza nella 
gestione di questi fattori di rischio. In sostanza, si definiscono a priori degli 
scenari in relazione alla manifestazione dei fattori rischiosi (sulla base 




appunto del processo di risk assessment), si individuano le azioni e gli 
impatti attesi e, infine, le unità organizzative e i soggetti che hanno la 
responsabilità dell’esecuzione delle azioni individuate. 
Dall’altro lato, i fattori di rischio di impatto limitato ma con una probabilità 
elevata si riferiscono alle attività day to day. Se non vengono gestiti, 
l’impatto aggregato di tali eventi rischiosi, in particolar modo se questi non 
sono sporadici e isolati, data l’alta probabilità di accadimento, può 
compromettere lo svolgimento delle attività secondo i criteri di efficienza e di 
efficacia, oppure determinare il mancato rispetto di norme che regolano il 
funzionamento del business. 
In sintesi, la congiunta analisi qualitativa o semiquantitativa d’impatto e 
probabilità permette di [11]: 
 focalizzare l’attenzione del management solamente sui rischi più 
importanti e sulla loro misura mediante tecniche rigorose; 
 supportare lo sviluppo di strategie per la gestione dei rischi; 
 allineare gli obiettivi di business con la gestione dei rischi aziendali; 
 ridurre il pericolo che i rischi ovvero  le opportunità significative per 
l’azienda non siano posti in evidenza; 
 individuare sinergie relativamente alla condivisione di best practices 
per la gestione dei rischi che sono comuni a business unit e processi; 
 produrre uno strumento in grado di aggregare i rischi tra le singole 
business unit dell’azienda. 
 
1.9.8.2 Tecniche quantitative 
Si possono adottare tecniche quantitative quando sono disponibili sufficienti 
informazioni per stimare la probabilità e l’impatto del rischio usando modelli 
di misurazione. I metodi quantitativi utilizzano tecniche probabilistiche, non 
probabilistiche e di benchmarking. Una delle sfide per l’utilizzo di queste 
tecniche è di ricorrere a fonti affidabili di dati [15]. 




 Benchmarking: è un processo basato sulla collaborazione di un gruppo 
di aziende. È indirizzato su eventi specifici o processi; compara misure 
e risultati utilizzando criteri di quantificazione omogenei e identifica 
opportunità di miglioramento. Alcune società utilizzano il 
benchmarking per valutare la probabilità e l’impatto di eventi 
potenziali nel settore di appartenenza. I dati di benchmarking possono 
fornire al management informazioni approfondite sulla probabilità e 
l’impatto dei rischi basate sull’esperienza di altre organizzazioni. Il 
benchmarking è anche impiegato per l’esame di un processo operativo 
al fine di identificare opportunità di miglioramento del processo 
medesimo. Le tecniche di benchmarking si articolano in : interne, 
concorrenziali/settoriali, best in class. 
 Modelli probabilistici: i modelli probabilistici aggregano una serie di 
eventi e l’impatto conseguente con la probabilità che questi eventi 
accadono sulla base di certe ipotesi. La probabilità e l’impatto sono 
valutati sulla base dei dati storici o dei risultati, frutto di una 
simulazione, che riflettono ipotesi di comportamento o tendenze 
future. I modelli probabilistici si possono utilizzare con diversi 
orizzonti temporali per stimare i risultati e si possono anche usare per 
valutare i risultati attesi o medi o, di contro, impatti attesi o fortemente 
rilevanti. Le tecniche probabilistiche riguardano i modelli at risk (tra 
cui: value at risk, cash flow at risk ed earnings at risk), valutazione 
degli eventi di perdita e back-testing. 
 Modelli non probabilistici: i modelli non probabilistici adottano 
ipotesi soggettive per la stima dell’impatto degli eventi senza 
quantificarne la probabilità. La valutazione dell’impatto degli eventi si 
basa su dati storici o simulati e su ipotesi di tendenze future. Di 
conseguenza, queste tecniche richiedono che il management determini, 
se lo ritiene necessario, la probabilità di accadimento separatamente. 




Le tecniche non probabilistiche comunemente usate sono: sensitivity 
analysis, scenario analysis e stress testing. 
 
1.9.8.3 Modellizzazione formale e tecniche di simulazione 
Le tecniche disponibili sono diverse: dall’analisi di sensitività all’analisi di 
scenario, fino ai modelli probabilistici. Il filo conduttore che lega queste 
differenti tecniche è la modellizzazione formale e la metodologia della 
simulazione. Tramite la modellizzazione formale vengono trasformate in 
relazioni matematiche – statistiche le relazioni causali intercorrenti tra fattori 
di rischio, fattori critici di successo e kpi. La simulazione, dal punto di vista 
metodologico, studia il comportamento di un sistema reale attraverso la 
conoscenza del modello che lo rappresenta e, operativamente, si raffigura 
come un metodo attraverso cui si conducono esperienze o prove su un 
modello per studiare, nella dimensione spazio - temporale, le condizioni di 
stato e di movimento del sistema reale [11]. La simulazione infatti assume un 
ruolo centrale in campo aziendale in quanto permette di giungere alla 
formulazione di previsioni intorno agli andamenti futuri della stessa. Essa 
comporta la formulazione del modello della realtà che si vuole conoscere 
[25]. 
Dopo aver costruito il reticolo delle parti componenti il modello, aver 
stabilito i legami più significativi tra le diverse variabili e aver ottenuto un 
quadro chiaro di quali variabili trattare come aleatorie e di quali tenere come 
deterministiche, si procede con l’individuazione, per le variabili aleatorie di 
input, delle probabilità e dei campi di variazione. Successivamente si 
identifica il legame delle relazioni tra i fattori di input e misure di risultato. I 
fattori di rischio vengono espressi secondo le differenti unità di misura 
relative alle dimensioni operative a cui fanno riferimento, mentre le misure di 
risultato sono espresse con una metrica finanziaria, tipicamente i flussi di 
cassa o il risultato operativo. 




Una volta individuato il sistema di relazioni che costituisce l’architettura del 
modello, gli esperimenti di simulazione consistono nella conduzione di 
simulazioni non soltanto tramite l’estrazione di numeri casuali o 
pseudocasuali per ottenere scenari alternativi, ma anche mediante lo sviluppo 
di particolari analisi come le analisi di sensitività (sensitivity analysis) e di 
scenario (scenario analysis). 
Le analisi di sensitività sono finalizzate alla determinazione dell’impatto sul 
sistema di valori della modificazione di alcuni fattori di rischio considerati 
singolarmente o congiuntamente in modo da poter valutare la sensitività (o, 
in termini economici, l’elasticità) della performance in relazione al 
manifestarsi di alcuni fattori di rischio. Tipicamente si parla di analisi di 
sensitività quando i fattori di rischio si riferiscono a rischi interni. 
L’analisi di scenario si fonda sulla medesima logica dell’analisi di sensitività; 
ciò che cambia sono i fattori di rischio considerati. In questo secondo caso, i 
fattori di rischio sono relativi alle dinamiche macroeconomiche o finanziarie 
oppure, in modo più specifico, al settore o al sistema competitivo, fattori sui 
quali l’azienda può incidere in modo molto limitato o addirittura nullo. 
Sugli scenari ottenuti si applica una serie di simulazioni what - if in modo da 
individuare il worst o il downside case e la performance a rischio a causa 
della manifestazione di alcuni eventi o di alcune decisioni [11]. 
Viene misurata la massima perdita attesa, in relazione a un dato indicatore di 
performance in seguito alla realizzazione dello scenario più sfavorevole, o al 
contrario, il maggior incremento possibile in relazione allo scenario più 
favorevole. 
I risultati possono far riferimento alla variabilità di cash flow in funzione 
dell’incertezza dei fattori di rischio senza tenere conto delle strategie e delle 
azioni individuate per la difesa e la copertura di tali fattori o per sfruttare 
ulteriormente l’incertezza connessa a tali fattori di rischio, oppure tenendone 
conto. In questo secondo caso le strategie che possono essere finalizzate alla 
difesa nei confronti dei rischi, non si limitano a strumenti assicurativi o 




finanziari; le strategie per la copertura - sfruttamento dei rischi costituiscono 
un insieme di scelte - opportunità di investimento, ognuna delle quali avrà un 
costo e un rendimento che è determinato dal miglioramento atteso della 
performance. 
Il processo di risk assessment si può dire concluso solamente quando si sono 
identificati i fattori di rischio rilevanti da monitorare e gestire e quando le 
responsabilità di monitoraggio e gestione sono state attribuite alle unità 
organizzative oppure a specifici ruoli, come il project manager o il process 
owner, che operano trasversalmente rispetto alle funzioni aziendali. 
In un’azienda strutturata per processi, questa fase di risk assessment è 
favorita, in quanto si ha un controllo maggiore e migliore dell’attività svolta; 
l’obiettivo finale è la soddisfazione del cliente così tutte le fasi funzionali del 
processo sono in perfetta comunione tra loro, i quali possono assegnare un 
peso comune per i rischi identificati, dovuto allo stesso impatto percepito che 
un eventuale rischio può causare. 
In un’azienda strutturata per funzioni questo può risultare più difficile, se 
l’attività di risk assessment non viene gestita da un ufficio trasversale, in 
quanto ogni funzione (centro di costo) ha i propri obiettivi e raramente sono 
orientati a guardare gli scopi e gli obiettivi dell’azienda (se non in parte); la 
sua specificità e la sua specializzazione rende difficile una omogeneità 
culturale e terminologica dei rischi. Ogni funzione ha i propri obiettivi, e 
questo è proprio il motivo basilare per il quale si cerca di creare un processo 
di risk management integrato, trasversale alle diverse funzioni aziendali. 
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I rischi per i lavoratori presenti all’interno dei luoghi di lavoro possono 
essere ridotti o eliminati attraverso la gestione della sicurezza, nota meglio 
come Safety Risk Management.  
Il Safety Risk Management differisce a seconda delle tipologie di attività, 
strutture organizzative e tecnologia di utilizzo, e in generale può essere 
definito come l’insieme delle persone, risorse, politiche e procedure che 
collaborano tra di loro per ridurre il più possibile i danni o le perdite nei 
luoghi di lavoro.  
Nel presente capitolo, proseguendo nell’approccio di tipo top – down 
adottato nel lavoro di tesi, verrà analizzato tale argomento in tutti i suoi 
aspetti, da quelli normativi a quelli operativi. In particolare alcuni concetti 
accennati nel Capitolo I verranno ripresi e particolarizzati al caso della 
Sicurezza sul Lavoro. 
 
  






La sicurezza sul lavoro, oltre che un bene primario, un’esigenza 
imprescindibile, è anche un diritto di ogni lavoratore. Di conseguenza, il 
conseguimento di soddisfacenti livelli di sicurezza deve essere posto alla base 
di qualunque attività lavorativa.  
In realtà, il problema della sicurezza sul lavoro, storicamente, è stato sempre 
posto in secondo piano o comunque subordinato a valutazioni di carattere 
economico ed inquadrato in una sterile analisi costi/benefici. Ciò accadeva in 
particolare tra gli anni ’50 e ’70, quando il modello fordista di organizzazione 
del lavoro, ponendosi obiettivi primari in termini di efficienza e di 
produttività, trascurava il problema della sicurezza e lo inquadrava comunque 
in un più ampio processo di conseguimento di questi obiettivi. Il concetto 
stesso di sicurezza non aveva quindi al centro l’uomo, ma la regolarità e 
quindi l’efficienza dei sistemi (all’epoca per lo più “linee”) di produzione. 
Fu solo a partire dagli anni ‘70 che, con l’affermarsi di modelli di produzione 
che avessero al centro obiettivi in termini di flessibilità e qualità, piuttosto 
che di produttività, nei lavoratori cominciò ad affermarsi una maggiore 
consapevolezza dell’importanza del proprio lavoro. Le rivendicazioni 
sindacali cominciarono così a riguardare, prima ancora che aspetti economici 
e salariali, i problemi della salute e della sicurezza sui luoghi di lavoro. I 
concetti stessi di salute e sicurezza subirono profonde evoluzioni: al senso 
negativo di salute, intesa come assenza di patologie, subentrò un significato 
positivo consistente nel benessere fisico, psichico e sociale dei lavoratori. La 
sicurezza dei luoghi di lavoro, dal canto suo, perse quella  connotazione 
tecnico - economica che le era stata attribuita dal modello fordista, 
assumendo il significato di condizione fondamentale per preservare la salute 
dei lavoratori. 
Nella sua accezione attuale la sicurezza sul luogo di lavoro consiste in tutta 
quella serie di misure di prevenzione e protezione che devono essere adottate 




dal datore di lavoro, dai suoi collaboratori, dal medico competente e dai 
lavoratori stessi per migliorare le condizioni di lavoro e ridurre la possibilità 
di infortuni. In Italia la salute e la sicurezza sul lavoro sono regolamentate dal 
D.Lgs. 81/08 (Testo Unico sulla sicurezza sul lavoro) entrato in vigore il 15 
Maggio 2008 e dalle relative disposizioni correttive. Al fine di garantire il 
raggiungimento degli obiettivi di salute e sicurezza ed il loro continuo 
miglioramento le imprese e le organizzazioni adottano un sistema 
organizzativo (SGSL) che opera sulla base della sequenza ciclica delle fasi di 
pianificazione – attuazione – monitoraggio – riesame del sistema per mezzo 
di un processo dinamico. Non esiste, ovviamente, un modello di SGSL 
universale ma è l’organizzazione stessa che tramite consultazione e 
partecipazione dei lavoratori e dei loro rappresentanti per la sicurezza decide 
quali sono le misure più idonee da adottare. 
 
2.2 Il concetto di rischio 
 
Come hanno acutamente osservato E. Chiodo e G. Mazzanti in un recente 
articolo [1] pubblicato sulla rivista “Manutenzione Tecnica e Management”, 
“La definizione di rischio è complicata da una certa ambiguità semantica 
presente nel nostro linguaggio quotidiano: ad esempio, spesso il termine 
“rischio” è utilizzato come sinonimo di “pericolo” o addirittura di 
“probabilità” (per esempio in frasi come: “è probabile che oggi piova”, o “c’è 
il rischio o il pericolo, che oggi piova”): in questi casi, gli eventi ci 
preoccupano perché valutiamo la probabilità piuttosto alta, anche se la 
conseguenza generalmente non è gravosa. Altre volte, si pensa piuttosto alle 
conseguenze (per esempio “il terremoto è un evento rischioso” o 
“pericoloso”): in questi  casi, l’evento accidentale (terremoto), pur essendo in 
genere di bassa probabilità, è ritenuto rischioso essendo la conseguenza 
generalmente gravosa”. 




Ciò suggerisce l’esistenza di un forte legame fra il concetto di rischio ed i 
concetti di probabilità e danno [2,5], legame questo che, come sarà 
approfondito in seguito, è stato posto alla base di uno dei più diffusi metodi 





La normativa UNI definisce il rischio come probabilità che un singolo 
individuo, un gruppo di individui, un determinato bene o comparto 
ambientale subisca effetti negativi di data natura ed entità a causa di uno 
specifico pericolo. Si tratta di un concetto abbastanza complesso, a sua volta 
fondato su altri concetti molto importanti in materia di sicurezza e di cui è 
bene dare una definizione. Facendo sempre riferimento alla normativa UNI, 
si definiscono quindi: 
 
 Pericolo (Hazard): situazione potenziale, determinata da caratteristiche 
chimico - fisiche, biologiche, etc. di una sostanza, un sistema o un 
componente, che può comportare effetti negativi per l’uomo o per 
l’ambiente. 
 Salute: stato di completo benessere fisico, mentale e sociale, non 
consistente solo in un’assenza di malattie o di infermità (OMS 1946 e 
D. Lgs 81/08). 
 Danno: qualunque alterazione, transitoria o permanente, 
dell’organismo, di una sua parte o di una sua funzione. 
 Incidente: evento o serie di eventi accidentali che possono arrecare un 
danno; oppure evento che ha prodotto danni solo materiali. 
Convenzionalmente è un “infortunio mancato”. È detto anche “evento 
sentinella” perché un numero elevato di incidenti caratterizza una 
situazione a forte rischio d’infortunio. 




 Infortunio (sul lavoro): Evento lesivo che si verifica in modo 
improvviso ed imprevisto per causa violenta in occasione di lavoro e 
dal quale possono derivare: morte, inabilità permanente (parziale o 
assoluta) o un’inabilità temporanea (parziale o assoluta), che comporta 
l’astensione dal lavoro e nel quale si riconoscono tutte le seguenti 
caratteristiche: rilevanza clinica (criterio di gravità), nesso causa-
effetto (criterio di causalità); danno a breve distanza di tempo (criterio 
cronologico). 
 Malattia professionale: patologia specifica la cui causa, che agisce 
sempre in modo graduale e progressivo, è direttamente identificabile in 
un fattore di rischio presente nell’ambiente di lavoro. Più in generale: 
ogni alterazione della salute che non sia attribuibile ad un infortunio. 
 
Per quanto riguarda le tipologie di rischi, si hanno: 
 Rischi specifici: legati a fattori chimici e fisici che per loro natura 
possono danneggiare, in tempi brevi, persone, cose ed ambiente. Si 
tratta , in sostanza, di eventi continui e molto frequenti, ma con danni 
modesti. 
 Rischi convenzionali: legati all’attività di lavoro, agli apparecchi, agli 
impianti presenti in tutti i settori industriali (si tratta prevalentemente 
di problemi di infortunistica). Si tratta, in sostanza, di eventi 
abbastanza frequenti con danni di media entità, che interessano una o 
più persone. 
 Rischi potenziali di incidenti rilevanti: derivanti da eventi anomali, 
capaci di provocare incendi, esplosioni, rilasci di prodotti tossici, etc. 
dentro e fuori lo stabilimento. In pratica, si tratta di eventi con 
frequenza molto bassa, ma danni gravissimi. 
 
Vanno infine ricordati i concetti di: 




 Analisi del rischio: processo di identificazione degli elementi che 
possono portare al rischio di incidente. 
 Valutazione del rischio: sintesi degli elementi che caratterizzano il 
rischio e le relative conseguenze. Più in generale, si tratta di una 
indicazione, qualitativa o quantitativa, delle possibilità di danno che 
un sistema tecnico può causare. 
 Gestione del rischio: insieme delle azioni che devono essere messe in 
atto per cercare di attenuare il rischio. La ricerca di condizioni di 
minor rischio (con maggior grado di sicurezza) comporta interventi 
mirati a diminuire l’entità della conseguenza (protezione) o la 
frequenza degli eventi pericolosi (prevenzione) o di entrambe. 
 
 
2.2.2 Quantificazione del rischio 
 
L’essere umano è consapevole che durante la propria vita non sarà mai in 
grado di evitare completamente i rischi, ma potrà soltanto scegliere la 
soluzione che egli stesso ritiene meno rischiosa. Pertanto la capacità di 
prendere decisioni razionali richiede un’espressione del rischio chiara e 
quantitativa, in modo tale che possa essere opportunamente analizzata, 
insieme a tutti gli altri costi e benefici, nel processo decisionale. 
Si può affermare che, da un punto di vista analitico, il rischio può essere 
definito, nello spazio degli attributi misurabili, come la combinazione dei 
danni, o delle conseguenze negative, e delle probabilità ad esse associate. La 
ricerca di una situazione con minor rischio, ovvero con maggior grado di 
sicurezza, significherà pertanto una diminuzione dell’entità delle 
conseguenze, o della probabilità, oppure di entrambe. 
La definizione di rischio, convenzionalmente adottata, si può esprimere 
come: 
                                                    R = f ⋅ M                                                 (2.1) 




dove “f” indica la frequenza di accadimento dell’evento incidentale, “M” 
denota la magnitudo dei suoi effetti, ovvero la consistenza delle sue 
conseguenze e la grandezza “R”, che rappresenta il rischio, prende il nome di 
indice di rischio [24], [25]. 
Questa definizione prende in considerazione in egual maniera sia le 
conseguenze provocate dall’incidente, sia la probabilità che tale incidente ha 
di verificarsi. 
La quantificazione del rischio viene espressa attraverso i classici parametri 
epidemiologici, e cioè con valutazioni statistiche di eventi non desiderati 
(morte, lesioni, danni di varia natura) in relazione alla popolazione 
effettivamente esposta al fattore di rischio. 
Si può, quindi, indicare il fattore di rischio (RR), o rischio relativo, come il 
rapporto tra gli individui esposti e quelli non esposti. 
Nella procedura di valutazione di un rischio, la fase più critica e difficilmente 
quantificabile è la stima della probabilità dell’evento, mentre lo studio della 
magnitudo è meno soggetta a grandi errori. Ne consegue che non è sempre 
corretto affidare lo stesso peso di affidabilità ai fattori “f” ed “M”. In altre 
parole non è vero che 100 incidenti all’anno, ciascuno con un morto, 
equivalgono a 10 incidenti all’anno, ciascuno con 10 morti, oppure ad un 
unico incidente all’anno con 100 morti. 
Per la valutazione delle frequenze incidentali esistono delle procedure basate 
su una dettagliata analisi delle condizioni operative del sistema “candidato” 
ad essere sede dell’incidente. 
Per quanto riguarda la magnitudo, invece, il discorso si complica a causa 
degli innumerevoli fattori che intervengono e pesano sull’individuazione di 
un danno di riferimento che sia accettabile per tutti. 
Pertanto, una volta che in un processo vengono individuati quegli eventi che 
contengono una componente di pericolosità, se ne analizzeranno 
separatamente la probabilità e/o gravità delle conseguenze insite nell’evento 
stesso. Il prodotto dei due fattori (probabilità e gravità) permetterà quindi di 




individuare il rischio in un determinato evento, nell’ambito di un certo 
processo. 
Gli eventi possono essere, fondamentalmente, di due tipi: 
 intensivi, cioè piccoli per estensione, intensi, di breve durata, 
improvvisi e di scarsa predicibilità; 
 pervasivi, cioè diffusi per estensione, di lunga durata, di inizio 
graduale e di più accurata predicibilità. 
Un’altra classificazione degli eventi è legata alle cause: 
 eventi naturali, cioè al di fuori dal campo di azione dell’uomo ed 
inerenti alla natura (cicloni, terremoti, vento, etc.); 
 eventi causati dall’uomo, cioè che avvengono nell’ambito della 
capacità di governo e controllo della comunità umana; in questo caso 
si può fare riferimento ad una sottoclassificazione che prevede le tre 
seguenti tipologie: 
1. accidentali, se sono inattesi; 
2.  incidentali, se sono non voluti e non previsti; 
3.  intenzionali, se sono previsti o voluti. 
Per quanto riguarda le conseguenze degli eventi, esse possono essere di tipo 
sanitario, sociale ed ambientale. 
 
2.2.2.1 Espressione del rischio in termini di un “insieme di triple” 
Lo scopo dell’analisi del rischio è quello di fornire una visione di ciò che 
avverrà in futuro, quando si intraprende un certo tipo di azione (ma anche una 
“non azione”) [24]. Pertanto l’analisi del rischio consiste fondamentalmente 
nella 
risposta alle seguenti tre domande: 
1) Che cosa potrebbe accadere? 
2) Qual è la probabilità che accada? 
3) Stabilito che accada, quali sono le possibili conseguenze? 




Per rispondere a queste domande è necessario fare un elenco degli esiti o 
“scenari”, come suggerisce la Tabella 2.1. 
 
Tabella 2. 1 – Elenco degli scenari 
Scenario Probabilità Conseguenza 
S1 p1 x1 
S2 p2 x2 
. . . 
. . . 
Sn pn xn 
 
L’i-esima riga della Tabella 2.1 può quindi essere pensata come una tripla: 
                                                 <si , pi , xi >                                                     (2.2) 
dove: 
si è l’identificazione e descrizione di uno scenario (evento conseguenza); 
pi è la probabilità associata a ciascun scenario; 
xi è la conseguenza di tale scenario, vale a dire la misura del danno. 
Quindi se questa tabella contiene tutti gli scenari pensabili e possibili, può 
essere considerata come la risposta alle tre domande, e, pertanto, rappresenta 
il rischio [26]. Più formalmente, utilizzando le parentesi graffe per indicare 
un “insieme di”, si definisce il rischio come l’insieme delle possibili triple: 
                                   R = {<Si , pi , xi >}, i = 1,2,…, n                             (2.3) 
 
2.2.2.2 Curve di rischio 
Si ipotizza [24] che nella Tabella 2.1 gli scenari siano stati disposti in ordine 
crescente di gravità di danno. Vale a dire che i danni xi seguono la seguente 
relazione: 
                                        x1 ≤ x2 ≤ x3 ≤ … ≤ xn                                           (2.4) 
Aggiungendo alla tabella 2.1 una quarta colonna che indica la probabilità 
cumulativa, che si ottiene sommando dal fondo, si costruisce la tabella 2.2: 




Tabella 2. 2 – Elenco degli scenari con Probabilità Cumulativa 
Scenario Probabilità Conseguenza 
Probabilità 
Cumulativa 
S1 p1 x1 p1 = p2 + p1 
S2 p2 x2 p2 = p3 + p2 
. . . . 
. . . . 
Si pi xi pi = pi+1 + pi 
. . . . 
. . . . 
Sn-1 pn-1 xn-1 pn-1 = pn + pn-1 
Sn pn xn pn = pn 
 
Plottando poi le coppie di punti <xi , pi >, si può ottenere una funzione 
discendente “a scala”. È importante notare che quelli che sono stati definiti 
“scenari”, già a partire dalla tabella 2.1, sono in realtà delle categorie di 
scenario. Per esempio lo scenario “rottura di una tubatura” comprende 
un’intera categoria di diversi tipi e dimensioni di rotture, che potrebbero 
essere previste, ciascuna con i danni conseguenti “x” diversi (le categorie di 
scenario devono, fra l’altro, essere scelte in maniera da escludersi a vicenda, 
ed in modo che lo stesso evento non venga visualizzato in più di una 
categoria). 
Quindi si può considerare la funzione “a scala” come un’approssimazione 
discreta di una curva che in realtà è continua. Pertanto, se si traccia una curva 
R(x), che approssima la funzione “a scala”, si può ritenere che questa curva 
rappresenti il rischio effettivo. Viene così definita “curva di rischio”, ed un 
esempio è riportato in Figura 2.1 [26]. 
La curva di rischio esprime, quindi, la probabilità di accadimento di un certo 
evento, o incidente, che presenta una determinata magnitudo. 
 





Figura 2. 1 - Esempio di una curva di rischio 
 
È possibile confrontare curve di rischio diverse, relative ad un generico 
“sistema”: le curve rappresentano le linee di uguale rischio, ottenuto da 
diverse probabilità e magnitudo, e sono parametrizzate in funzione di un 
certo valore di rischio. 
La Figura 2.2 [27] mette in evidenza che se si è valutato di essere in presenza 
del rischio RA = pA ⋅ xA , si può decidere di ridurre questo rischio al valore RB 
= pC ⋅ xC, oppure RB = pO ⋅ xO; in altre parole si può cercare di diminuire la 
probabilità o la magnitudo, o, possibilmente, entrambi. 
Per poter assegnare un valore all’indice di rischio correlato ad un determinato 
incidente è evidente, ancora una volta, che è fondamentale conoscere la 
frequenza stimata dell’incidente stesso e la magnitudo delle sue conseguenze 
(nell’esempio viene espressa in termini di vittime). 
 





Figura 2. 2 - Curve di rischio relative ad un generico “sistema” 
 
Le curve di rischio possono essere riportate anche in scala bilogaritmica, la 
quale determina la caratteristica forma concava verso il basso. In questo caso 
gli asintoti, come mostrato nella figura 2.3, sono l’interpretazione del 
“massimo danno possibile” e della “ probabilità massima raggiungibile”. 
 
 
Figura 2. 3 - Curva di rischio in scala bilogaritmica 
 
 




2.2.2.3 Danni multidimensionali 
In molte applicazioni è opportuno identificare diversi tipi di danno, ad 
esempio, la perdita di vite umane e di beni materiali. In questi casi, il danno, 
x, può essere considerato come una quantità vettoriale, o multidimensionale, 
piuttosto che un singolo numero scalare. La curva di rischio diventa così una 
superficie di rischio su uno spazio multidimensionale (Figura 2.4). 
 
 
Figura 2. 4 - Superficie di rischio nel caso di danni multidimensionali 
 
2.2.2.4 Probabilità di frequenza 
Chiamiamo “frequenza” [24] ciò che viene trattato dagli oggettivisti, o 
frequentisti, mentre chiamiamo “probabilità” ciò che viene trattato dai 
soggettivisti. Quindi il termine “probabilità” rappresenta una misura 
numerica di uno stato di conoscenza, un certo grado di convinzione, uno stato 
di fiducia. “Frequenza”, dall’altro lato, fa riferimento al risultato di qualche 
tipo di esperimento che prevede ripetute prove. 
Quando dobbiamo prevedere il risultato, Φ, di un esperimento che verrà 
eseguito in futuro, possiamo considerare che, poiché, ovviamente, non 
conosciamo questo risultato, esprimiamo la nostra previsione sotto forma di 








Figura 2. 5 - Curva di probabilità di frequenza 
 
Pertanto, in questo caso, siamo portati alla nozione di curva di probabilità di 
frequenza, per esprimere il nostro stato di conoscenza [26]. 
 
2.2.2.5 Curve di rischio in formato di frequenza 
Il concetto di “probabilità di frequenza” può essere utilizzato nel modo 
seguente. Si può immaginare un esperimento [24] in cui si applica, molte 
volte, una certa linea di azione proposta. Al termine di tale esperimento ci si 
può chiedere, per esempio, con quale frequenza si verifica lo scenario Si . 
Questa frequenza è un numero misurato sperimentalmente, e viene indicata 
con il simbolo φi. 
Una volta eseguito l’esperimento, si avrà, quindi, un insieme di valori φi, per 
ogni scenario, e l’insieme di triple: 
                                      {<Si, Φi, xi>}, i = 1,…, n + 1                               (2.5) 
Anche in questo caso è possibile calcolare la frequenza cumulativa: 




               																												∅∑ ∅	                                      (2.6) 
Dove la sommatoria è riferita a tutti gli scenari che presentano danni uguali, o 
maggiori, rispetto a xi . 
A questo punto, rappresentando graficamente l’andamento di Φ rispetto a x, 
si ottiene la figura 2.6, che si considera una curva di rischio in formato di 
frequenza, e che rappresenta il risultato dell’esperimento descritto [26]. 
 
 
Figura 2. 6 - Curva di rischio in formato di frequenza 
 
2.2.2.6 Inserimento degli elementi di incertezza 
Il grado di incertezza del risultato di un esperimento non ancora eseguito 
dipende dallo stato di conoscenza totale, al di là dell’evidenza dei dati che 
sono in possesso, e dell’esperienza di eventi simili accaduti in passato. 
È necessario, quindi, esprimere questa incertezza utilizzando, naturalmente, il 
linguaggio della probabilità. 
Dato che l’incertezza riguarda una curva, Φ(x), è possibile esprimerla 
incorporando questa curva all’interno di uno spazio di curve e costruendo una 
distribuzione di probabilità su questo spazio. 




Graficamente, tutto questo è rappresentato da un diagramma mostrato dalla 
Figura 2.7. 
 
Figura 2. 7 - Curva di rischio in formato di probabilità di frequenza 
 
Questa figura viene definita “curva di rischio in formato di probabilità di 
frequenza”. Consiste in una famiglia di curve, Φ(x), il cui parametro è la 
probabilità cumulativa [26]. 
Per utilizzare questo diagramma è necessario entrare, per esempio, con uno 
specifico valore di x e scegliere la curva caratterizzata dal valore P = 0,90. 
L’ordinata di questa curva, Φ0,90(x) , rappresenta quindi la frequenza di x del 
90%. Vale a dire che si ha la sicurezza al 90% che la frequenza con la quale 
si verifica il livello di danno x, o un livello maggiore, non è superiore di 
Φ0,90(x). 
È evidente quindi che la figura 2.7 rappresenta la forma grafica di una 
definizione del rischio più completa, poiché prende in considerazione anche 
gli elementi di incertezza. È interessante esprimere questa definizione anche 
in termini di un insieme di triple. 
 




2.2.2.7 Insieme di triple che comprende gli elementi di incertezza 
Nell’elencare un insieme di triple legato ad un certo corso di azione [24], si 
suppone che non si conosca la frequenza con la quale si verifica una certa 
categoria di scenario Si. È necessario, quindi, esprimere lo stato di 
conoscenza relativo a questa frequenza con una curva di probabilità, pi (φi), 
che rappresenta la funzione di densità di probabilità della frequenza φi, 
dell’iesimo scenario. Si ottiene così un insieme di triple che può essere 
espresso nella forma: 
                                     R = {<Si, pi (φi), xi>}                                             (2.7) 
È, quindi possibile affermare che l’insieme di triple appena definito 
rappresenta il rischio e comprende le incertezze che riguardano la frequenza. 
Quindi a partire da quest’insieme è possibile costruire la famiglia di curve di 
rischio, presentate nel paragrafo precedente (figura 2.7), cumulando le 
frequenze dal basso. 
Analogamente, se è presente incertezza anche nel danno, l’espressione 
dell’insieme di triple varia nel modo seguente: 
                               R = {<Si, pi (φi), ξi(xi)>}                                             (2.8) 
Oppure più in generale: 
                                      R = {<Si, pi (φi , xi)}                                             (2.9) 
Ovviamente utilizzando una distribuzione comune su φi e xi. 
Di conseguenza, la Figura 2.9, o anche queste ultime tre relazioni, 
costituiscono una definizione del rischio più estesa e completa, poiché tiene 
conto anche degli elementi di incertezza [26]. 
Questa definizione comprende anche quella intesa come semplice insieme di 
triple (senza elementi di incertezza), nel senso che la frequenza prevista, 
Φ(x), per ogni x, non è altro che la probabilità p(x), cioè X. Pertanto 
includendo esplicitamente l’incertezza, nel calcolo del rischio, non è stata 
persa alcuna informazione. 




Questo è particolarmente importante nelle analisi di rischio dove gli scenari 
vengono identificati utilizzando alberi degli eventi ed alberi delle cause, e 
dove il dato fondamentale di input, relativo ai tassi di fallimento dei 
componenti, è incerto. 
L’inclusione esplicita dell’incertezza, inoltre, consente di evitare la nozione 
di “rischio relativo”, che è stata introdotta per confrontare il rischio di diversi 
sistemi, quando è limitata la fiducia negli stessi calcoli dei rischi. In questo 
senso, è possibile affermare che, comprendendo anche gli elementi di 
incertezza, si ottiene una definizione del rischio “assoluta” e “oggettiva”. 
Dipende, infatti, da elementi di prova a disposizione, ma non dalla 
personalità degli utenti che collaborano alla risoluzione del problema. 
Pertanto, due persone razionali, che hanno a disposizione gli stessi elementi 
di prova, valuteranno il rischio allo stesso modo, ottenendo lo stesso risultato.    
 
2.2.2.8 Tipi di rischio 
È possibile individuare differenti tipi di rischio: 
 rischio percepibile individualmente; 
 rischio percepibile collettivamente; 
 rischio calcolato; 
 rischio reale. 
Il rischio percepibile è identificabile con la possibilità che avvenimenti 
avversi accadano (danni ambientali, ferite personali, danni collettivi, etc.). Il 
punto essenziale è chiedersi “chi” percepisce tale rischio, ed il “perché” 
venga percepito. 
In genere il “chi” rappresenta tutti coloro che soffriranno le conseguenze 
dell’accadimento dell’evento, mentre invece il “perché” si riferisce ai motivi 
per cui il rischio necessita di essere considerato. 




La percezione del rischio associato a particolari situazioni, dipende da fattori 
diversi e da considerazioni sia soggettive che obiettive. Alcune di queste 
sono: 
 volontaria /involontaria natura del rischio; 
 familiarità con la situazione; 
 numero delle persone coinvolte; 
 tipo di evento; 
 contesto culturale; 
 contesto personale; 
 natura della comunicazione; 
 esposizione a lungo o breve termine; 
 immediatezza delle conseguenze. 
Per chiarire brevemente il primo punto sulla volontarietà del rischio basta 
fare un esempio: l’utente della strada, da un lato, è portato ad esigere livelli 
elevati di standard di sicurezza nei trasporti pubblici, dall’altro, invece, alla 
guida dei mezzi privati, manifesta una spiccata propensione ad assumere 
rischi elevati. Parte della ragione sta nel credere che, mentre nel caso dei 
trasporti pubblici, il livello di rischio non è condizionato dalla volontà 
personale, nel caso della guida individuale, il rischio può essere “controllato” 
dall’abilità del singolo utente. 
È possibile osservare, inoltre, che la familiarità, più o meno presunta, tende a 
ridurre la percezione del rischio; ecco perché molti incidenti nelle officine 
accadono proprio al personale esperto. 
Per quanto riguarda invece il numero delle persone coinvolte, il pubblico 
reagisce più marcatamente di fronte ad un disastro in cui molti perdono la 
vita (come per esempio un incidente aereo) piuttosto che allo stesso numero 
di vite perse in più incidenti. Nel caso degli incidenti stradali, per esempio, il 
tipo di reazione del pubblico potrebbe essere, almeno parzialmente, un 
risultato dell’influenza dei media nel riportare le notizie sull’incidente. 




Solitamente vi è una diversa reazione, più o meno forte, in relazione ad 
alcuni tipi di morte piuttosto che altri. La morte per incendio, infatti, è 
considerata più terrificante rispetto alla morte dovuta ad un incidente 
stradale. 
Il contesto culturale, nel quale esiste una situazione di rischio, è legato alla 
sua percezione. Storicamente, ad esempio, nel West la morte era intesa come 
un “evento” poco rilevante, contrariamente a quanto accade oggi. 
Il rischio percepito è strettamente legato al contesto personale o 
all’importanza dell’obiettivo da raggiungere; differente sarà, infatti, la 
valenza attribuita ad un rischio proprio o di qualcun altro. 
Il modo in cui l’informazione, riguardo al rischio, viene ricevuta, è 
fortemente legato alla sua percezione. I servizi giornalistici nel comunicare 
un rischio, infatti, cercano di enfatizzare il pericolo e gli inconvenienti 
soprattutto se il rischio coinvolge in termini emozionali. 
L’esposizione a lungo termine di un rischio viene considerata più 
preoccupante rispetto a quella a breve termine; ad esempio, infatti, vivere nei 
pressi di un impianto nucleare o chimico è ritenuto più allarmante di un 
viaggio in auto, poiché nel primo caso il rischio è vissuto con continuità, 
mentre nel secondo è considerato transitorio, e quindi accettabile. 
In ultimo vi è il fattore dell’immediatezza dei risultati. Ad esempio molti 
fumatori, pur consapevoli dai danni causati dal fumare, sono disposti ad 
accettare il rischio perché le conseguenze non sono immediate. In questo caso 
i problemi futuri vengono sottovalutati rispetto al piacere immediato. 
Oltre al rischio percepito individualmente, esiste anche la percezione 
collettiva, che influenza direttamente le decisioni da prendere; è la 
collettività, infatti, che dovendo fronteggiare la necessità di operare un 
cambiamento, può orientare le scelte verso soluzioni più o meno rischiose. 
Il rischio calcolato è, invece, il livello di rischio ottenuto attraverso 
procedure di valutazione quantitativa del rischio. Si tratta di metodologie 




finalizzate al calcolo della probabilità di accadimento dell’evento rischioso e 
delle conseguenze ad esso associate.  
Consideriamo adesso il concetto di rischio reale. La supposizione alla base di 
tale concetto è che, se tutte le informazioni relative alla probabilità ed alle 
conseguenze proprie di un incidente fossero conosciute, allora il rischio così 
calcolato sarebbe proprio quello reale; al contrario, nel caso di informazioni 
imprecise ed incomplete, ciò non sarebbe più possibile. Questo punto di vista 
si poggia su ulteriori supposizioni: innanzitutto, il sistema deve essere stabile 
nel tempo, altrimenti le informazioni statistiche non possono essere raccolte, 
ed inoltre, l’informazione deve essere misurabile e le registrazioni devono 
essere valide. Infine la scala temporale dell’informazione sull’evento deve 
essere tale che l’informazione stessa possa essere raccolta. Nel caso dei 
terremoti, per esempio, l’incidenza dell’evento è rara, e pertanto le 
informazioni sono necessariamente scarse. D’altra parte, gli incidenti stradali 
sono sufficientemente frequenti da considerare la possibilità di raccogliere 
dati utili alla valutazione del rischio reale. 
 
2.2.2.9 La percezione pubblica del rischio 
La percezione pubblica del rischio è la valutazione, sia razionale che emotiva, 
che il pubblico ha nei confronti di un dato evento. 
L’atteggiamento del pubblico di fronte ai rischi è spesso di tipo emotivo e 
non ha alcuna relazione con la loro entità. È tipico l’esempio delle persone 
che hanno paura di viaggiare in aereo, ma che viaggiano tranquillamente in 
automobile, mentre dai dati della tabella 2.3, che deriva da un’indagine 
condotta in Gran Bretagna, risulta che il rischio di morte per incidenti stradali 








Tabella 2. 3 – Rischi di morte dovuti a differenti cause 
Causa Decessi, in un anno, su un milione di persone 
Fumo 5000 
Attacchi cardiaci 3200 
Cancro al polmone 700 
Incidenti stradali 150 
Cadute accidentali 100 
Incendi 20 
Annegamenti 10 




A parità di uno stesso livello di rischio razionale (in termini, ad esempio, di 
frequenza di morti/esposti) il pubblico si allarma maggiormente, ed è più 
sensibilizzato da eventi catastrofici (esplosioni, terremoti, etc.) che possono 
essere definiti di grande magnitudo con danni del tipo “tutto o niente”, con 
manifestazione singola ed istantanea piuttosto rara. 
Inversamente il pubblico è poco sensibile nei confronti di eventi cronici, 
periodicamente ripetitivi (morti o infortuni sul lavoro, trasporti, incidenti 
domestici, etc.), ed ancora meno nei confronti di danni non immediatamente 
visibili, come quelli latenti dell’inquinamento dell’aria e degli alimenti. 
Il pubblico accetta più facilmente un evento cronico che provoca 1000 morti 
distribuiti nell’arco di 50 anni, che non un evento catastrofico che provoca la 
morte di 500 persone contemporaneamente, con periodicità di una volta ogni 
25 anni. 
 
2.2.2.10 Rischio “accettabile” 
In campo ingegneristico, come in altri aspetti della vita, un rischio più 
elevato, solitamente, comporta costi maggiori, da cui discende la questione di 
“sufficiente sicurezza” e “quale sia il rischio accettabile”. 




In primo luogo la nozione di rischio accettabile implica che il rischio stesso 
sia confrontabile linearmente. Ciò significa che il rischio di una certa linea di 
azione “A” è superiore, o inferiore, a quello di “B”. Considerando le curve di 
rischio, ad esempio nella Figura 2.8, è evidente che i rischi sono diversi, ma 




Figura 2. 8 - Curve di rischio a confronto 
 
La situazione è ancora più difficile se si devono confrontare le curve di 
rischio in formato di probabilità di frequenza, rappresentate in Figura 2.9. 





Figura 2. 9 - Curve di rischio in formato di probabilità e frequenza 
 
Naturalmente è possibile ridurre queste curve di rischio, o famiglie di curve, 
a singoli numeri, introducendo per esempio la funzione utilità rispetto a x, 
U(x), e calcolandone il valore atteso. Per semplici curve di rischio, il valore 
atteso della funzione utilità si può esprimere come segue: 
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Mentre per le curve di rischio in formato di probabilità di frequenza, per ogni 
curva discreta φi, si può calcolare il valore atteso come: 
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E quindi: 
                                                 
	 	= 	∑ 		 
	                                    (2.12) 
Questi sono valori scalari, e quindi linearmente confrontabili, anche se 
vengono ottenuti con una grande perdita di informazioni nel calcolo del 
valore atteso [26]. 
Supponendo ora che, confrontando questi scalari, si preferisca il rischio “B” 
rispetto a quello “A”, questo non basta per definire questo rischio come 




“accettabile”. Cioè un rischio può essere considerato accettabile o meno, se 
considerato da solo, ma soltanto in combinazione con tutti i costi e benefici a 
cui è legato. 
Quindi la valutazione razionale dell’accettazione di nuovi rischi dovrebbe 
essere completata sulla base di un’analisi costi/benefici, ma in concreto 
quest’analisi risulta particolarmente complessa qualora si debbano 
monetizzare i benefici di tipo sociale, politico, estetico, culturale, etc.. La 
valutazione, dunque, resta di carattere individuale, e sostanzialmente legata 
alla percezione pubblica dei benefici. 
Inoltre, tale analisi, per essere rigorosamente valida, comporta la piena e 
completa conoscenza di tutti i possibili effetti positivi e negativi, diretti o 
indiretti, di un’attività. È chiaro, quindi, che una simile conoscenza può 
essere sufficiente per attività già in essere da tempo ed in qualche modo 
dotate di una storia da analizzare, ma è senza dubbio approssimativa e 
lacunosa per nuove attività. 
L’accettazione di nuovi rischi, e quindi la loro gestione, si attua così 
attraverso uno schema decisionale di tipo “democratico”, cioè che implica 
una reale accettazione sociale del rischio, e non una sua imposizione. 
La valutazione tecnico - scientifica del livello di rischio è solo una delle 
componenti necessarie per la definitiva valutazione sociale del rapporto 
costi/benefici, un tipo di valutazione fondata in larga parte su considerazioni 
sociali e politiche ed esprimibili come percezione pubblica dei rischi e dei 
benefici [28]. 
Se tale valutazione è positiva si giunge all’accettazione sociale del livello di 
rischio e l’attività in questione, o l’agente di rischio, è accettato; viene poi 
formulata una definizione istituzionale del livello minimo di rischio, nonché 
dei margini di rischio monetizzabili con indennità ed assicurazioni. 
Ovviamente è necessaria una continua verifica, sulla base degli eventi 
negativi verificatisi successivamente, affinché il livello di rischio atteso e 
verificato sia soddisfacente. 




Quando, sia a priori che a posteriori, la valutazione sociale del livello di 
rischio è negativa, e quindi il livello di rischio non è accettato, le Istituzioni 
dello Stato sono, nello stesso tempo, giudice e conciliatore tra le parti 
interessate (ad esempio, l’industria che propone un nuovo prodotto e gli 
utenti della fabbrica). 
Lo schema decisionale illustrato ha il difetto di non tenere in alcun conto, o 
perlomeno di rendere equivalenti, i benefici apportati da queste nuove 
attività. Ciò si traduce in pratica nella sola valutazione comparativa dei rischi, 
lasciando poi alla componente sociale la valutazione dei benefici in termini di 
percezione pubblica del beneficio. 
La valutazione quantitativa dei rischi costituisce l’aspetto più importante 
dello schema decisionale, in quanto non esistono metodi univoci di stima e 
confronto, ma diversi approcci che partono da differenti punti di vista. 
Il tipo di rischio stesso, inoltre, delinea diversi approcci in termini di 
maggiore o minore rigore in relazione alle priorità del rischio in questione in 
confronto ad altri. In particolare è importante sottolineare che il rischio 
diventa sempre più prioritario ed urgente di definizione, quanto più è elevato 
il numero degli esposti, cioè quanto più aumenta il rischio di catastrofe. 
 
 




Il mondo finanziario e quello industriale [24], da tempo, usufruiscono delle 
procedure di analisi del rischio, le quali, in tempi recenti, stanno trovando 
incoraggianti consensi anche nell’ambito dell’ingegneria. 
Nell’analisi del rischio è possibile individuare tre fasi fondamentali [27]: 




1. identificazione degli incidenti che sono ipotizzabili in un dato contesto 
(strutturale, funzionale, ambientale, etc.); 
2. valutazione quantitativa dei fattori che determinano il rischio: 
 stima delle probabilità di accadimento dell’incidente; 
 stima delle conseguenze associate all’ipotesi di incidente; 
3. valutazione e controllo del rischio inteso come processo di confronto 
con eventuali obiettivi di sicurezza, al fine di stabilire l’accettabilità e 
le azioni che possono essere intraprese per intervenire sui fattori che 
determinano l’evento e cioè per diminuire le frequenze di accadimento 
dell’incidente e/o le conseguenze ad esso associate. 
L’identificazione del rischio comporta principalmente l’accumulo di 
conoscenze, basate su studi mirati o su esperienze storiche, che possano 
fornire informazioni su un dato pericolo. L’acquisizione di queste 
conoscenze, nel caso in cui si voglia effettuare, ad esempio, un’analisi di 
incidentalità stradale, avviene sulla base delle informazioni raccolte sugli 
incidenti già avvenuti. 
Mediante opportune elaborazioni dei dati d’archivio è, infatti, possibile 
individuare i tratti ed i punti ad elevata incidentalità e quindi collegare il 
sinistro alla sua causa. In ogni caso, comunque, la fase di identificazione del 
rischio può avvenire attraverso l’articolazione di un processo a cascata, che 
consta di tre fasi: 
 monitoraggio: è un processo ricorrente di osservazioni che vengono 
sistematicamente registrate; 
 screening: è un processo di identificazione dei pericoli in base al quale 
si applica una procedura standardizzata, mirata a classificare prodotti, 
processi, fenomeni, etc., rispetto al loro pericolo potenziale; 
 diagnosi: è la determinazione del pericolo in termini di conseguenze, 
in rapporto ad una possibile causa. 
La stima del rischio comprende l’analisi delle probabilità dell’evento e della 
consistenza delle conseguenze ad esso associate. 




Si fa uso, in questo caso, di calcoli di tipo statistico, che, sulla base dei dati a 
disposizione e mediante l’adozione di modelli matematici, consentono di 
quantificare il rischio connesso ad un determinato evento. 
È possibile valutare la probabilità di un evento relativo ad un processo nuovo, 
per il quale non esistono “dati storici” a cui ricorrere. Tale valutazione può 
essere condotta adoperando metodi numerici più o meno complessi; fra questi 
ricordiamo la procedura dell’analisi ad albero degli eventi, cioè un processo 
logico che consente di scomporre la probabilità dell’evento finale nella 
sommatoria di una serie di eventi concatenati a cui è possibile assegnare 
determinate probabilità in base ad un altro tipo di analisi, detta analisi ad 
albero delle cause. 
La valutazione del rischio consiste nel valutare la misura del rischio in 
rapporto ad altri rischi ed in relazione ai benefici associati al rischio stesso; 
tali benefici, a loro volta, vengono valutati rispetto ai costi, attuali o ipotetici, 
associati alla prevenzione ed alla riduzione del rischio in esame. 
Scopo dell’analisi è anche quello di identificare le condizioni che possono 
innescare l’evento incidente. 
La verifica della sicurezza offre, quindi, attraverso l’indagine, la possibilità di 
disporre dei risultati qualitativi, ampliando così l’area di accertamento nel 
campo specifico rispetto ai semplici indici di frequenza e gravità dei sinistri 
che forniscono soltanto un valore puramente quantitativo del fenomeno 
dell’incidentalità, senza approfondirne le cause. 
 
 
2.3.2 Individuazione delle sorgenti di rischio 
 
L’analisi dei rischi richiede l’espletamento delle seguenti fasi: 
 l’identificazione degli eventi indesiderati, o avversi, che conducono ad 
un incidente; 




 l’analisi dei meccanismi attraverso cui gli eventi non desiderati 
possono avere luogo; 
 la stima dell’estensione, della magnitudo e della probabilità di 
accadimento di qualunque fenomeno pericoloso. 
Teoricamente l’analisi andrebbe applicata soltanto per l’identificazione delle 
sequenze incidentali credibili, associate ad ogni rischio potenziale. 
Sfortunatamente, però, gli incidenti poco credibili hanno l’abitudine di 
accadere nella realtà. 
Il primo passo che si deve compiere, affrontando l’analisi dei rischi che 
interessano una certa area, è quello di individuare tutte quelle situazioni di 
processo che si candidano a costituire delle possibili sorgenti di incidenti 
rilevanti. 
L’obiettivo di fondo è, dunque, quello di mettere in luce tutte le situazioni di 
rischio di incidente rilevante che possono esistere nell’ambito di un’area in 
esame. 
I risultati dell’indagine si esplicitano in mappe di rischio, curve di rischio 
sociale ed analisi di sensitività [27]. 
 
 
2.3.3 Mappe di rischio 
 
Per poter descrive tali mappe [24], è necessario, come prima cosa, chiarire il 
concetto di rischio locale. 
Il rischio locale è definito come la frequenza annua di morte di un individuo 
permanentemente collocato, senza mezzi di protezione e possibilità di fuga, 
in un certo punto di un’area geografica. 
Tale rischio può essere rappresentato su una mappa tramite curve di 
isorischio, ovvero curve che uniscono punti aventi lo stesso valore di rischio 
locale. Un esempio è rappresentato nella Figura 2.10. 





Figura 2. 10 - Esempio di mappa di rischio locale 
 
Si tratta però di un indice “ideale”, in quanto si riferisce ad una situazione 
non reale, ovvero quella di un individuo permanentemente presente nel 
medesimo punto, in assenza di qualsiasi protezione o mitigazione. 
Per considerare una situazione reale, è possibile moltiplicare il valore del 
rischio locale per due fattori: 
 probabilità di presenza dell’individuo nel punto dell’area in questione; 
 fattore mitigativo, dovuto alla possibilità dell’individuo di proteggersi 
dagli effetti nocivi dell’incidente, per esempio rifugiandosi all’interno 
di edifici. 




In questo modo si ottiene il rischio individuale, definito come la frequenza 
annua di morte di un individuo collocato in un certo punto di un’area 
geografica, considerando la probabilità di presenza in quel punto, la 
possibilità di disporre di mezzi di protezione e la possibilità di fuga. 
Per le definizioni sopra riportate, quindi, emerge che il rischio individuale è 
sempre inferiore, o al massimo uguale, al rischio locale. 
A questo punto si possono costruire le mappe di rischio, che sono ottenute 
tracciando le curve di isorischio individuale sulla pianta della zona di 
impatto, esprimendo così la stima del pericolo che un individuo corre a 
seconda della sua posizione. 
Tali mappe individuano le zone a maggiore o minore pericolosità, e sono utili 
soprattutto nella fase di pianificazione delle emergenze, dato che permettono 
di prevedere quali possano essere, per ogni condizione ambientale, gli 
sviluppi possibili dell’incidente. 
Non è difficile prevedere, per le mappe di rischio, anche un ruolo nell’ambito 
della gestione delle emergenze. Infatti, la crescente disponibilità di risorse di 
calcolo, permette la messa a punto di strumenti automatici di supporto alle 
decisioni che, avvalendosi delle misure delle condizioni ambientali e della 
tempestiva conoscenza delle caratteristiche incidentali, possono fornire, in 
tempo reale, le informazioni necessarie ad una corretta, pronta e, soprattutto, 
efficace gestione delle emergenze. 
 
 
2.3.4 Curve di rischio sociale 
 
Il rischio sociale esprime l’impatto di un singolo evento su una comunità, in 
quanto è connesso all’idea che l’opinione pubblica ha del rischio: infatti, un 
unico evento che provoca un elevato numero di morti (come avviene, ad 
esempio, in un incidente aereo) ha un impatto psicologico maggiore di un 




numero elevato di eventi che provocano un morto ciascuno (come avviene, 
ad esempio, negli incidenti stradali). 
È evidente, quindi, che si tiene conto del numero di persone che possono 
essere coinvolte dagli effetti di un incidente. 
Il rischio sociale è solitamente rappresentato mediante le curve F-N, ovvero 
grafici che riportano in ordinata la frequenza cumulata F con la quale, a 
seguito di tutti gli incidenti ipotizzabili a causa di un’attività, si ha nell’area 
considerata un numero di morti maggiore o uguale a N, riportato in ascissa. 
Queste curve permettono di valutare globalmente la situazione reale del 
rischio in una certa area geografica, svincolandosi dalla dipendenza spaziale 
della rappresentazione ottenibile con le mappe. In sede di pianificazione delle 
emergenze danno una misura chiara delle dimensioni della situazione in 
esame e costituiscono un utile riferimento per la predisposizione delle misure 
di emergenza, poiché consentono di qualificare la credibilità dei più gravi 
incidenti individuati nell’analisi. 
In Figura 2.11 è riportato un esempio di curva F-N. 
 
Figura 2. 11 - Esempio di una curva F - N 
 




Il rischio sociale può anche essere rappresentato attraverso il numero atteso 
di morti, (E), che viene individuato dalla seguente relazione: 
                                      	 = 	∑ 		
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$                                          (2.13) 
dove fi è la frequenza (semplice) con la quale si sono verificati degli eventi 
con un numero di morti pari a Ni. Per sua stessa definizione, il numero atteso 




2.3.5 Analisi di sensitività 
 
L’analisi di sensitività consiste nello studio della variazione delle condizioni 
di rischio al variare di uno o più parametri del problema. 
L’utilità di questo studio è notevole soprattutto in sede di pianificazione sia 
del territorio, che delle attività produttive, in quanto permette di individuare i 
contributi di ciascuna sorgente di rischio all’indice globale, e quindi di agire, 
sia nella prevenzione degli incidenti, che nell’adozione di misure volte alla 
mitigazione delle conseguenze, nella direzione che consente di ottimizzare la 
pianificazione. 
È, inoltre, uno strumento importante per quanti devono prendere decisioni 




2.3.6 Definizione degli scenari 
 
In precedenza il rischio è stato definito, quantitativamente, come un insieme 
di triple del tipo [26]: 
                               R = {<Si, pi (φi), ξi(xi)>}                                            (2.8) 




È di fondamentale importanza, ora, chiarire come è possibile trovare gli 
scenari Si, ovvero la prima parte della tripla. 
In primo luogo si deve indicare con S0 il cosiddetto “scenario di successo”, 
che sarà lo scenario di riferimento. A questo punto si deve pensare ad S0 
come una traiettoria nello spazio del sistema, come mostrato dalla Figura 
2.12. 
 
Figura 2. 12 - Scenario S0 visto come una traiettoria nello spazio del sistema 
 
Ogni scenario di rischio, Si, deve essere, quindi, considerato come una 
traiettoria che parte da S0, e questo è rappresentato dalla Figura 2.13. 
 
Figura 2. 13 - Scenario di rischio Si inteso come deviazione da S0 
 




Pertanto, ci deve essere un punto di partenza in corrispondenza del quale 
accade il cosiddetto “Evento Iniziatore” (EI), che dà inizio allo scenario Si, e 
continua fino a quando termina in uno “Stato Finale” (ES). 
Ora, ciò che si avvicina maggiormente alla realtà è illustrato in Figura 2.14, 
ovvero, da un evento iniziatore emerge un intero “albero” di più scenari, che 
dipende da quello che succede in seguito. Questo è proprio denominato 
“albero degli scenari” [29]. 
 
Figura 2. 14 - Albero degli scenari che emerge da un evento iniziatore 
 
A seconda di come si sviluppano gli eventi, i “rami” di due alberi distinti 
possono confluire in uno stato finale comune. Graficamente, questo è 
rappresentato dalla Figura 2.15. 
 
Figura 2. 15 - Rami di diversi alberi possono convergere in uno stato finale comune 




Questo ci suggerisce che è anche possibile disegnare più alberi che terminano 
in un unico stato finale di interesse, come nella Figura 2.16. 
 
Figura 2. 16 - Albero degli scenari “entrante” 
 
Questo potrebbe essere definito albero degli scenari “entrante”, noto anche 
come “albero delle cause”. I cosiddetti alberi “uscenti”, invece, sono 
conosciuti come “alberi degli eventi”. 
Quindi, in definitiva, esistono almeno due metodi per determinare gli scenari 
finali. Il primo, consiste nel fissare tutti gli eventi iniziatori, e nel disegnare 
gli alberi “uscenti” da ciascuno di essi. Il secondo, invece, rappresenta 
esattamente il procedimento opposto, cioè consiste nell’individuare tutti gli 
stati finali di interesse, e nel delineare gli alberi “entranti” di ognuno. 
In realtà esistono anche altri metodi per individuare tali scenari; uno di 
questi, per esempio, si sviluppa attraverso l’identificazione dei cosiddetti 
“stati medi”, a partire dai quali è possibile disegnare sia gli alberi “entranti”, 
che quelli “uscenti”, ovvero sia gli alberi degli eventi, che quelli delle cause. 
La Figura 2.17 chiarisce questo concetto. 





Figura 2. 17 - Alberi “entranti” ed “uscenti” a partire dallo stato medio 
 
 
2.4 Le misure di prevenzione e protezione 
 
Come è stato spiegato nei paragrafi precedenti, tra le numerose definizioni 
quantitative di rischio, la più utilizzata è quella espressa dalla relazione 
formulata dal professor Farmer (2.1): 
 
                                        R (rischio) = f ⋅ M                                              (2.1) 
Dove: 
• f = Frequenza di accadimento dell’evento di rischio 
• M = Magnitudo delle conseguenze, ovvero entità del danno (a persone 
e/o cose) che l’evento di rischio produrrebbe, qualora dovesse 
concretamente verificarsi. 
Inoltre, con riferimento alle “curve isorischio” R(x,y) = cost (che forniscono 
un’indicazione significativa del livello di rischio, inteso come probabilità, 
nell’unità di tempo fissata, che un individuo posizionato in (x,y), in 
permanenza e non difeso da barriere protettive di alcun tipo, subisca gli 
effetti di un incidente originato dall’impianto in oggetto di studio) introdotte 
in precedenza, è possibile affermare che, nel determinare una cifra di rischio 




inaccettabile ai fini della sicurezza, possono giocare un ruolo prevalente f, M 
o entrambi. Nel primo caso, gli interventi di miglioramento della sicurezza 
devono essere mirati alla riduzione della probabilità di accadimento di eventi 
sfavorevoli e si parla pertanto di “prevenzione”. Nel secondo caso, per ridurre 
la cifra di rischio, occorre invece proteggere i lavoratori da eventi che, sia 
pure con una frequenza molto bassa, potrebbero verificarsi e si parla di 
interventi di “protezione”. Nel terzo ed ultimo caso risultano invece necessari 












Figura 2. 18 - Tipologia degli interventi per la riduzione dei rischi 
 
Infine, la cifra di rischio proposta da Farmer, permette di individuare le 
seguenti aree di rischio: 
 Area del rischio “non accettabile”: un rischio che si posizioni in questa 
zona non può essere giustificato in nessun caso e deve essere ridotto 
con metodi appropriati; 
 Area del rischio “accettabile”: qualora il rischio associato all’attività in 
esame si posizioni in questa zona, non sono necessarie ulteriori 












 Area “ALARP” (As Low As Reasonably Practicable): Area sottesa 
alla linea limite dove i rischi devono essere ridotti per quanto 
possibile, mediante l’adozione di provvedimenti specifici. Occorre 
svolgere ulteriori indagini e prevedere azioni mitigative al fine di 
ridurre, per quanto ragionevolmente praticabile, il valore del rischio. Il 
criterio di decisione è, in questo caso, un’analisi costi/benefici. Il 
rischio si può ritenere “tollerabile” solamente se si fornisce evidenza 
che il costo associato ad una sua ulteriore riduzione sia superiore ai 
benefici attesi. 
 
Ovviamente, da un punto di vista economico, la Sicurezza ha un costo che 
deve essere tenuto in considerazione dall’imprenditore in termini di risparmio 
potenziale che la sua attuazione può determinare. Gli interventi di 
prevenzione e protezione comportano costi di investimento (CI) e costi di 
esercizio (CE); indicando con Ai ed Af i costi assicurativi da sostenere prima 
e dopo la realizzazione delle misure di sicurezza, deve essere verificata la 
seguente diseguaglianza: 
 
                                CI + CE – ( Ai – Af ) < ∆Rtot                                                   (2.14) 
 
Essa, in sostanza, dice che la spesa totale per la Sicurezza meno il risparmio 
sui costi assicurativi conseguibile in virtù delle nuove dotazioni di sicurezza 










2.5 La Sicurezza Sul Lavoro 
 
La salute e l’integrità fisica delle persone possono essere messe in pericolo 
dall’attività lavorativa e, più in generale, dall’ambiente di lavoro in cui si 
trovano ad operare. Le cause della pericolosità possono riguardare: 
▪ L’ambiente materiale: presenza di sostanze tossiche, insufficiente 
illuminazione, rumore eccessivo, etc.; 
▪ La gravosità del lavoro: posizione scomoda, orario di lavoro, etc.; 
▪ La pericolosità delle operazioni. 
La sicurezza può essere definita come la “conoscenza che l’evoluzione di un 
sistema non produrrà stati indesiderati”. Ovviamente un sistema può 
evolversi senza dar luogo a stati indesiderati, ma non per questo esso può 
essere ritenuto sicuro. Solo una conoscenza di tipo scientifico, basata quindi 
su osservazioni ripetibili, può garantire una valutazione sensata della 
sicurezza. La sicurezza totale si ha in assenza di pericoli. In senso assoluto, si 
tratta di un concetto difficilmente traducibile nella vita reale anche se 
l’applicazione delle norme di sicurezza rende più difficile il verificarsi di 
eventi dannosi e di incidenti e si traduce sempre in una migliore qualità della 
vita. Le principali misure da adottare per migliorare le condizioni di lavoro e 
ridurre la possibilità di infortuni sono: 
▪ la valutazione di tutti i rischi per la salute e la sicurezza; 
▪ la programmazione della prevenzione, mirata ad un complesso che 
integri in modo coerente nella prevenzione le condizioni tecniche 
produttive dell’azienda nonché l’influenza dei fattori dell’ambiente e 
dell’organizzazione del lavoro; 
▪ l’eliminazione dei rischi e, ove ciò non sia possibile, la loro riduzione 
al minimo in relazione alle conoscenze acquisite in base al progresso 
tecnico; 




▪ il rispetto dei principi ergonomici nell’organizzazione del lavoro, 
nella concezione dei posti di lavoro, nella scelta delle attrezzature e 
nella definizione dei metodi di lavoro e produzione, in particolare al 
fine di ridurre gli effetti sulla salute del lavoro monotono e di quello 
ripetitivo; 
▪ la riduzione dei rischi alla fonte; 
▪ la sostituzione di ciò che è pericoloso con ciò che non lo è, o è meno 
pericoloso; 
▪ la limitazione al minimo del numero dei lavoratori che sono, o che 
possono essere, esposti al rischio; 
▪ l’utilizzo limitato degli agenti chimici, fisici e biologici sui luoghi di 
lavoro; 
▪ la priorità delle misure di protezione collettiva rispetto alle misure di 
protezione individuale; 
▪ il controllo sanitario dei lavoratori; 
▪ l’allontanamento del lavoratore dall’esposizione al rischio per motivi 
sanitari inerenti alla sua persona e l’adibizione, ove possibile, ad altra 
mansione; 
▪ l’informazione e formazione adeguate per i lavoratori; 
▪ l’informazione e formazione adeguate per dirigenti e i preposti; 
▪ l’informazione e formazione adeguate per i rappresentanti dei 
lavoratori per la sicurezza; 
▪ istruzioni adeguate ai lavoratori; 
▪ la partecipazione e consultazione dei lavoratori; 
▪ la partecipazione e consultazione dei rappresentanti dei lavoratori per 
la sicurezza; 
▪ la programmazione delle misure ritenute opportune per garantire il 
miglioramento nel tempo dei livelli di sicurezza, anche attraverso 
l’adozione di codici di condotta e di buone prassi; 




▪ le misure di emergenza da attuare in caso di primo soccorso, di lotta 
antincendio, di evacuazione dei lavoratori e di pericolo grave e 
immediato; 
▪ l’uso di segnali di avvertimento e di sicurezza; 
▪ la regolare manutenzione di ambienti, attrezzature, impianti, con 
particolare riguardo ai dispositivi di sicurezza in conformità alla 
indicazione dei fabbricanti. 
 
 
2.6 Classificazione dei rischi per i lavoratori 
 
I rischi possono essere di diversa natura e coinvolgere diversi soggetti ed 
entità. I rischi, infatti, possono riguardare le persone, l’ambiente e le 
macchine. Essi, dunque, possono essere individuali o collettivi e possono 
riguardare l’interno o l’esterno del sistema (ambiente di lavoro che si sta 
considerando). 
Dal punto di vista dei lavoratori, essi sono soggetti a diversi rischi che 
possiamo raggruppare in tre macro categorie, come mostrato in Tabella 2.4. 
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2.7 La normativa di riferimento: Il D. lgs 9 Aprile 2008 N.81 
 
Il Testo Unico Della Sicurezza, il D. Lgs. 81/2008, vede la luce dopo quasi 30 
anni dopo la legge 833/78 che lo prevedeva entro il 1979. È un testo 
complesso e ampio: 306 articoli, 13 titoli, 51 allegati. Il titolo I tratta delle 
disposizioni generali, quelli che vanno da II a XI dei rischi specifici, il XII e 
il XIII trattano le disposizioni finali e transitorie. Una novità, oltre 
all’accorpamento di leggi, è data dalle sanzioni che mentre prima nella legge 
626 del 1994 (che rappresentava il riferimento normativo per la Sicurezza sul 
Lavoro prima dell’entrata in vigore del Testo Unico) erano riportate alla fine 
del testo in un paio di articoli adesso sono riportate alla fine di ogni titolo; 
inoltre  queste ultime risultano praticamente triplicate rispetto a quelle 
presenti nelle normative precedenti. La struttura del decreto è impostata 
prima con la individuazione dei soggetti responsabili e poi con la descrizione 
delle misure gestionali e degli adeguamenti tecnici necessari per ridurre i 
rischi lavorativi: 
▪ TITOLO I (art. da 1 a 61) e tre Allegati (da I a III) – disciplina i 
principi comuni a tutti i settori di attività rientranti nel campo di 
applicazione del Testo Unico(T.U.); 
▪ TITOLO II (art. da 62 a 68) e Allegato IV – Luoghi di lavoro; 
▪ TITOLO III (art. da 69 a 87) e cinque Allegati (da V a IX) – 
Attrezzature di lavoro e dispositivi di protezione individuale; 
▪ TITOLO IV (art. da 88 a 160) e quattordici Allegati (da X a XXIII) –
Cantieri temporanei o mobili; 
▪ TITOLO V (art. da 161 a 166) e nove Allegati (da XXIV a XXXII) –
Segnaletica di salute e sicurezza sul lavoro; 
▪ TITOLO VI (art. da 167 a 171) e Allegato XXXIII – Movimentazione 
manuale dei carichi; 
▪ TITOLO VII (art. da 172 a 179) e Allegato XXXIV – Attrezzature 
munite di videoterminali; 




▪ TITOLO VIII (art. da 180 a 220) e tre Allegati (da XXXV a XXXVII) 
– Agenti fisici (rumore, vibrazioni, campi elettromagnetici, radiazioni 
ottiche artificiali); 
▪ TITOLO IX (art. da 221 a 265) e sei Allegati (da XXXVIII a XLIII) – 
Sostanze pericolose (agenti chimici, agenti cancerogeni e mutageni, 
amianto); 
▪ TITOLO X (art. da 266 a 286) e cinque Allegati (da XLIV a XLVIII)– 
Agenti biologici; 
▪ TITOLO XI (art. da 287 a 297) e tre Allegati (da XLIX a LI) – 
Atmosfere esplosive; 
▪ TITOLO XII (art. da 298 a 303) e Capi finali dei Titoli da I a XI –
Disposizioni sanzionatorie; 
▪ TITOLO XIII (art. da 304 a 306) – Norme transitorie e finali. 
 
Il Testo Unico rappresenta la normativa a cui far riferimento in materia di 
salute e sicurezza nei luoghi di lavoro; esso nel corso del tempo ha poi subito 
diverse modifiche ed integrazioni. 
Le principali novità sono le disposizioni introdotte da: 
 Decreto Legislativo 3 agosto 2009, n. 106:  disposizioni integrative e 
correttive del decreto legislativo 9 aprile 2008, n. 81, in materia di 
tutela della salute e della sicurezza nei luoghi di lavoro; 
 Decreto Interministeriale 11 aprile 2011 (Verifiche periodiche 
attrezzature di lavoro); 
 Decreto Interministeriale 30 novembre 2012 (Procedure 
Standardizzate per la valutazione dei rischi); 








2.8 La valutazione dei rischi e l’elaborazione del DRV 
 
Il D. Lgs n. 81/2008 e s.m.i. ha imposto al datore di lavoro la valutazione 
dei rischi (obbligo non delegabile ad altri, art. 17, D. Lgs n. 81/2008) definita 
come “valutazione globale e documentata di tutti i rischi per la salute e 
sicurezza dei lavoratori presenti nell’ambito dell’organizzazione in cui essi 
prestano la propria attività finalizzata ad individuare le adeguate misure di 
prevenzione e di protezione e ad elaborare il programma delle misure atte a 
garantire il miglioramento nel tempo dei livelli di sicurezza”. 
Nella nozione di “tutti i rischi” presente nel Testo Unico sono compresi 
anche quelli riguardanti “gruppi di lavoratori esposti a rischi particolari”. 
Attraverso la nuova disposizione viene fatto un passo in avanti in quanto il 
legislatore ha ulteriormente definito i Rischi Particolari  specificando che ne 
risultano soggetti: i lavoratori esposti allo stress lavoro - correlato; le 
lavoratrici in stato di gravidanza; i lavoratori soggetti a rischi connessi alla 
differenza di genere, all’età, alla provenienza da altri Paesi. 
Terminata la valutazione dei rischi il datore di lavoro deve elaborare e 
redigere un documento finale non delegabile: il Documento di Valutazione 
dei Rischi (DVR). Il documento deve avere data certa e contenere: 
▪ Una relazione sulla valutazione di tutti i rischi per la sicurezza durante 
l’attività lavorativa, nella quale siano specificati i criteri adottati per la 
valutazione stessa; 
▪ L’indicazione delle misure di prevenzione e protezione attuate e dei 
dispositivi di protezione individuali adottati a seguito della valutazione 
dei rischi; 
▪ Il programma delle misure ritenute opportune per garantire il 
miglioramento nel tempo dei livelli di sicurezza; 
▪ L’individuazione delle procedure per l’attuazione delle misure da 
realizzare; 




▪ L’indicazione del nominativo del responsabile del servizio di 
prevenzione e protezione, del rappresentante dei lavoratori per la 
sicurezza o di quello territoriale e del medico competente che ha 
partecipato alla valutazione del rischio; 
▪ L’indicazione delle mansioni che espongono i lavoratori a rischi 
specifici che richiedono una certa capacità professionale. 
L’elaborazione del documento sulla valutazione dei rischi avviene la prima 
volta con l’avvio dell’attività lavorativa; successivamente,  a seguito di una 
nuova valutazione dei rischi, deve essere elaborato in occasione di modifiche 
del processo produttivo o dell’organizzazione del lavoro significative ai fini 
della salute e della sicurezza dei lavoratori. 
 
 
2.9 Gli attori della sicurezza 
 
Il D. Lgs. 81/08 individua e descrive le principali figure che devono 
occuparsi di sicurezza e salute nei luoghi di lavoro. Esse sono: 
 
▪ Datore di lavoro:  il soggetto titolare del rapporto di lavoro con il 
lavoratore o, comunque, il soggetto che, secondo il tipo e 
l’organizzazione dell’impresa, ha la responsabilità dell’impresa stessa 
ovvero dell’unità produttiva in quanto titolare dei poteri decisionali e 
di spesa. Obblighi indelegabili del datore di lavoro sono: la 
valutazione di tutti i rischi, l’elaborazione del documento di 
valutazione dei rischi, l’aggiornamento della valutazione dei rischi in 
relazione a cambiamenti significativi dei processi produttivi, la 
designazione del Responsabile del Servizio di Prevenzione e 
Protezione, l’organizzazione di una riunione periodica di prevenzione 
e protezione dai rischi; 




▪ Dirigente: il soggetto che impartisce direttive assommando in sé 
poteri, funzioni e responsabilità tali da poter essere considerato l’alter 
ego del datore di lavoro; 
▪ Preposto: il soggetto al quale sono riservate solo funzioni di controllo 
e sorveglianza;  
▪ Il Servizio di Prevenzione e Protezione (SPP): definito come 
quell’insieme di persone, sistemi e mezzi esterni o interni all’azienda 
finalizzato all’attività di prevenzione e protezione dai rischi 
professionali nell’azienda. I principali compiti dell’SPP sono: 
individuare i fattori di rischio dell’ambiente di lavoro e dei processi 
produttivi e predisporre le misure di sicurezza da adottare per 
eliminarli o ridurli; coadiuvare il datore di lavoro nella effettuazione 
della valutazione dei rischi e nella elaborazione del relativo 
documento; proporre programmi di informazione e formazione, 
generale e specifica, dei lavoratori; curare il costante miglioramento 
della sicurezza dei posti e dei luoghi di lavoro. Il responsabile e gli 
addetti al SPP vengono scelti dal datore di lavoro tra i dipendenti a 
patto che questi siano in possesso di capacità e di requisiti 
professionali adeguati, in caso contrario si ricorre a servizi esterni, 
previa consultazione del Rappresentante per la Sicurezza. 
▪ Rappresentante dei Lavoratori per la Sicurezza (RLS): il soggetto che 
esplica in ambito aziendale la funzione di garante dei diritti dei 
lavoratori alla sicurezza, è eletto o designato dai lavoratori con 
modalità diverse a seconda del numero di dipendenti dell’azienda (fino 
a 15 dipendenti può essere eletto direttamente dai lavoratori al suo 
interno, oltre i 15 dipendenti deve essere eletto dai lavoratori 
nell’ambito delle rappresentanze sindacali in azienda). Il numero 
minimo di rappresentanti per la sicurezza è di: n. 1 per aziende fino a 
200 dipendenti; n. 3 per aziende tra i 201 ed i 1000 dipendenti; n. 6 in 
tutte le altre aziende. Il RLS ha accesso ai posti ed ai luoghi di lavoro 




nonché ad ogni documentazione aziendale relativa alla sicurezza dei 
lavoratori; è consultato preventivamente in ordine a qualsiasi 
programma, valutazione, nomina o designazione, che abbiano 
attinenza diretta con la sicurezza; riceve le informazioni provenienti 
dai servizi di vigilanza; avverte il responsabile aziendale dei rischi 
individuati nel corso della sua attività, fa proposte in tema di 
prevenzione e partecipa alle riunioni periodiche aziendali sulla 
sicurezza. L’RLS può far ricorso alle Autorità competenti qualora 
ritenga che le misure di prevenzione ed i mezzi impiegati per attuarle 
non siano idonei a garantire la sicurezza e la salute dei lavoratori e non 
può subire pregiudizio per lo svolgimento della propria attività. 
▪ Il Medico Competente: il soggetto a cui vengono attribuiti i seguenti 
compiti: disporre l’effettuazione di accertamenti sanitari preventivi, al 
momento dell’assunzione o per cambio mansione, del lavoratore per 
constatare se lo stato di salute è compatibile con il compito 
assegnatogli; fornire informazioni ai lavoratori esposti ad agenti con 
effetti a lungo termine sulla necessità di sottoporsi ad accertamenti 
sanitari anche dopo la cessazione dell’attività comportante 
l’esposizione a tali agenti; comunicare al RLS, in occasione delle 
riunioni periodiche, i risultati anonimi e collettivi degli accertamenti 
clinici e strumentali effettuati e fornire indicazioni sul significato di 
detti risultati; effettuare le visite mediche richieste del lavoratore, 
sempre che esse siano giustificate dai rischi connessi all’attività 
lavorativa espletata; visitare gli ambienti di lavoro insieme al 
responsabile del SPP almeno due volte all’anno. 
▪ Addetti al pronto soccorso: coloro che, disponendo di adeguate 
attrezzature nonché di una specifica formazione durante l’orario di 
lavoro, devono gestire il primo soccorso di un collega in caso di 
malore o di infortunio. 




▪ Addetti alla prevenzione incendi, lotta antincendio e gestione delle 
emergenze. 
▪ Lavoratori:  ai lavoratori è espressamente richiesto di aver cura della 
sicurezza e della salute, propria e delle altre persone presenti sul luogo 
di lavoro, in particolare essi devono: osservare le disposizioni e le 
istruzioni impartite dal datore di lavoro, dai dirigenti e dai preposti; 
utilizzare correttamente i macchinari, le apparecchiature, gli utensili, 
le sostanze ed i preparati pericolosi ed i mezzi di trasporto; utilizzare 
in modo appropriato i dispostivi di protezione messi a loro 
disposizione; segnalare immediatamente al proprio preposto o 
dirigente le disfunzioni o le carenze delle attrezzature o dei dispositivi 
di sicurezza in dotazione; non rimuovere, modificare o disattivare i 
dispositivi di sicurezza, di segnalazione o di controllo; adoperarsi nei 
limiti delle proprie competenze e possibilità per eliminare o 
circoscrivere in caso di emergenza le situazioni di pericolo; non 
compiere di propria iniziativa operazioni o manovre non di loro 
competenza; sottoporsi a controlli sanitari loro prescritti; contribuire, 
insieme alle altre figure aziendali, all’adempimento di tutti gli obblighi 
imposti dall’autorità competente o comunque necessari per tutelare la 
sicurezza e la salute; partecipare con profitto e diligenza alle iniziative 
aziendali di informazione, addestramento e formazione in materia di 
sicurezza.  
Hanno il diritto di: astenersi dal riprendere l’attività lavorativa nelle 
situazioni in cui persista un pericolo grave ed immediato; allontanarsi 
in caso di pericolo grave che non può essere evitato; essere sottoposti 
a visite mediche personali; ricevere informazioni e formazione 
adeguate in materia di prevenzione e protezione. 
 
 




2.10 I costi della sicurezza e della non sicurezza 
 
Quello della sicurezza sul lavoro è sicuramente un problema di gravità tale da 
dover essere affrontato andando al di là di una semplice analisi costi-benefici. 
Tuttavia, come rileva l’Agenzia europea per la sicurezza e la salute sul 
lavoro, “il miglioramento della salute e della sicurezza sul lavoro è 
importante non soltanto dal punto di vista umano, perché diminuisce il dolore 
e la sofferenza dei lavoratori, bensì anche da una prospettiva economica, 
perché contribuisce a garantire il successo e la sostenibilità delle imprese 
nonché, nel lungo termine, il proliferare delle economie”. 
Questo vuol dire che migliorare la sicurezza dei luoghi di lavoro può essere 
anche economicamente vantaggioso. 
 
 
2.10.1 I costi della sicurezza 
 
Gli studi condotti in materia di ingegneria della sicurezza rivelano che il 
raggiungimento di sufficienti livelli di sicurezza del lavoro richiede il 
sostenimento di costi, spesso piuttosto ingenti ed articolati su di un gran 
numero di voci.  
È infatti necessario che tutte le strutture, gli impianti ed i macchinari siano o 
vengano resi conformi a quanto previsto da tutte le disposizioni di legge in 
vigore, ma anche che siano mantenute in questa condizione, attraverso un 
appropriato piano di manutenzione. Tutto ciò, oltre a richiedere cospicue 
spese di realizzazione e/o di messa a norma, comporta anche la necessità di 
notevoli sforzi e costi organizzativi. La gestione della sicurezza in una 
qualunque azienda deve infatti essere supportata da una ramificata struttura 
organizzativa, costituita da un gran numero di figure quali datore di lavoro, 
RSPP, ASPP, medico competente, RLS, etc. 




Da non sottovalutare infine i costi associati alla necessità di rispettare 
rigorose procedure operative volte a contrastare la possibilità che si 
verifichino infortuni relativi alle cosiddette “azioni pericolose”. 
 
 
2.10.2 I costi della non sicurezza 
 
Una scarsa attenzione verso i problemi della sicurezza e quindi il possibile 
verificarsi di incidenti e infortuni, comporta per l’azienda una serie di costi. 
Di questi costi viene spesso e con una certa superficialità considerata solo la 
parte che si rende palese e che è legata per lo più ad assenza dell’infortunato 
ed alla necessità di riparare eventuali danni ad impianti e macchinari. 
Ad incidere prevalentemente è spesso però tutta una serie di “costi nascosti”, 
ovvero costi che, almeno in un primo momento, tendono ad essere 
sottovalutati o addirittura a non essere considerati affatto. Tra questi rientrano 
costi per interruzione dell’attività lavorativa, per questioni legali (sequestri, 
spese processuali, responsabilità civili e penali del datore di lavoro, etc.), per 
l’iniziale minor rendimento del nuovo personale chiamato a sostituire 
l’infortunato, per danni all’immagine aziendale, etc. 
Un’approfondita analisi costi-benefici, che tenga conto di tutti questi aspetti, 
rivelerà così l’importanza economica, oltre che etico - sociale e legale, di 
riservare la giusta attenzione e di intraprendere i necessari investimenti in 
materia di sicurezza dei luoghi di lavoro. 
 
 
2.11 La Cultura della Sicurezza 
 
Da quanto osservato sino ad ora si può notare come sia cambiato il modo ci 
concepire la sicurezza negli ambienti di lavoro. Si è passati dal semplice 




adempimento legislativo ad una vera e propria presa di coscienza 
dell’importanza del coinvolgimento di tutte le figure presenti nell’attività 
lavorativa che ha portato allo sviluppo di quella che si può definire Cultura 
positiva della sicurezza; essa si fonde con il concetto di cultura 
organizzativa, la quale è considerata il più grande affare manageriale [30]. 
Considerando il punto di vista di Martin [31], acquisiamo diverse prospettive 
della cultura organizzativa come: 
• l’integrazione; 
• la differenziazione; 
• la frammentazione. 
L’integrazione sottolinea l’unità e la coerenza delle assunzioni culturali; la 
differenziazione descrive notevoli difformità che esistono nelle 
manifestazioni culturali, le quali rendono molto spesso difficile il 
raggiungimento del consenso. La frammentazione, invece, focalizza 
l’ambiguità, ovvero la molteplicità delle interpretazioni che non si fondono in 
un consenso stabile. 
Schein interviene sull’argomento definendo la cultura organizzativa come “lo 
schema di assunti fondamentali che un certo gruppo ha inventato, scoperto o 
sviluppato mentre imparava ad affrontare i problemi legati al suo adattamento 
esterno o alla sua integrazione interna, e che hanno funzionato in modo tale 
da essere considerati validi e quindi degni di essere insegnati ai nuovi 
membri come il modo corretto di percepire, pensare e sentire in relazione a 
tali problemi” [32]. 





Figura 2. 19 - La Cultura Organizzativa secondo Schein 
 
Secondo Reason, la cultura organizzativa coglie l’essenza dei valori condivisi 
e delle idee che interagiscono tra le persone dell’azienda e delle funzioni 
delle strutture organizzative e i sistemi di controllo per la produzione di 
norme comportamentali [33]. Stando a Cooper, la cultura organizzativa 
riflette “la condivisione dei comportamenti, credenze, atteggiamenti e valori, 
in relazione agli obiettivi organizzativi, funzionali e procedurali” [34]. In 
base a quanto definito possiamo dire che la cultura organizzativa è 
l’interazione tra l’organizzazione e gli individui, dove il comportamento del 




dipendente può cambiare attraverso l’iterazione reciproca di quest’ultimo 
con il sistema operativo aziendale [35]. 
La cultura della sicurezza può essere vista come una componente della 
cultura organizzativa ed è in riferimento all’individualità, ai lavori, alle 
caratteristiche organizzative che afferiscono alla salute e alla sicurezza dei 
lavoratori. Essa può essere intesa come quell’insieme di credenze, norme, 
atteggiamenti e pratiche, sia sociali che tecniche, indirizzate a minimizzare 
l’esposizione a condizioni considerate come pericolose. 
L’obiettivo per una cultura positiva della sicurezza è quello di creare una 
situazione dove i lavoratori sono a conoscenza dei rischi nei luoghi dove 
lavorano, sono continuamente in guardia contro di loro [36] e possono evitare 
di prendere in considerazione qualsiasi azione non sicura. In questo modo, la 
cultura della sicurezza può essere considerata come un importante strumento 
di gestione, contribuendo ad accertare le conoscenze della forza lavoro, gli 
atteggiamenti e i comportamenti in materia di sicurezza. Molti sono stati i 
possibili tentativi di definizione per la cultura della sicurezza, che risultavano 
spesso ampi e impliciti. Tra questi possiamo ricordare i contributi di Cooper 
(2000), Cox & Cox (1991) [37], Wallace & Neal (2000) [38], Wiegmann, 
Zhang, Von Thaden, Sharma & Mitchell (2002) [39]. Nonostante ciò, è 
possibile trovare aspetti comuni che ci permettono di proporre la seguente 
definizione per la cultura positiva della sicurezza: un insieme di valori, 
percezioni, atteggiamenti e modelli di comportamento in materia di sicurezza 
condivisa dai membri dell’organizzazione, come un insieme di politiche, 
pratiche e procedure relative alle riduzione della esposizione dei lavoratori 
ai rischi professionali, attuata a tutti i livelli dell’organizzazione, riflettendo 
un alto livello di preoccupazione e impegno per la prevenzione degli 
infortuni e malattie [40]. 




Tre sono i fattori considerati di notevole importanza per lo studio di tale 
cultura: il coinvolgimento dei lavoratori, l’impegno di gestire la sicurezza e le 
norme e procedure. La triplice integrazione di queste va a determinare la 
cultura della sicurezza.  
Se da un lato il datore di lavoro ha il dovere di offrire luoghi di lavoro in cui i 
rischi per la salute e la sicurezza siano adeguatamente controllati, dall’altro la 
legge impone anche ai dipendenti l’obbligo di contribuire in tal senso. 
Inoltre, i datori di lavoro sono tenuti a coinvolgere i lavoratori ed i loro 
rappresentanti perché l’azienda non può avere una soluzione a tutti i problemi 
di salute e di sicurezza mentre essi, avendo conoscenze dettagliate e la giusta 
esperienza riguardo l’attività lavorativa che svolgono ed in che modo 
quest’ultima può nuocere alla loro salute, possono indicare la soluzione 
ottimale per minimizzare i rischi. È statisticamente provato che i luoghi di 
lavoro in cui vi siano lavoratori coinvolti in materia di sicurezza registrano 
percentuali inferiori di rischi occupazionali e di infortuni sul lavoro. 
Accanto al coinvolgimento riveste una notevole importanza anche la 
formazione e l’informazione dei lavoratori. Infatti anche le migliori soluzioni 
in materia di prevenzione e protezione risultano essere inefficaci qualora 
avvengano comportamenti inappropriati.  
Con questo processo di informazione – formazione - coinvolgimento i 
lavoratori si sentono: 
• in grado di fornire consulenza e suggerimenti, nonché richiedere 
miglioramenti, contribuendo in tal modo allo sviluppo di misure di 
prevenzione dagli incidenti e dalle malattie professionali in modo 
tempestivo e vantaggioso in termini di costi;  
• responsabilizzati nella ricerca della soluzione migliore; 
• motivati ad assumere comportamenti adeguati durante l’attività 
lavorativa. 
 




L’adozione di metodi preventivi alternativi, come ad esempio il ricorso alla 
simulazione - argomento che verrà trattato approfonditamente nel seguito - 
hanno un forte impatto sull’apprendimento del lavoratore perché gli  
permettono di visualizzare le conseguenze di una situazione di rischio 
rispetto alla semplice lettura delle disposizioni regolamentari. Allo stesso 
tempo la simulazione permette una sensibile riduzione dei costi perché poter 
simulare un processo o un qualsiasi altro avvenimento prima che esso si 
verifichi permette di effettuare le scelte più appropriate ed apportare  le 
ottimizzazioni già in fase di progetto con evidenti risparmi di tempi e di costi. 
  
 
2.12 Safety Management System 
 
Il Safety Management System o SMS (Sistema di gestione della sicurezza) 
è un termine utilizzato in diversi campi per indicare un piano per gestire la 
sicurezza all’interno di un’entità complessa come una generica azienda4, un 
aeroporto o anche una nave e può essere definito come: “la forma più 
completa ed integrata dell’approccio della sicurezza messo in atto in 
un’organizzazione nei confronti della prevenzione, gestione e contenimento 
di occorrenze negative, eventi di pericolo, non-conformità e incidenti che si 
possono verificare nella vita e nei processi produttivi di un sistema”. 
La corretta esecuzione del SMS consente di raggiungere gli obiettivi previsti 
da importanti riferimenti (come il codice ISM5) e consiste nell’avere una 
politica per la sicurezza e la protezione ambientale e nel dichiarare quali 
obiettivi intende perseguire (quelli del codice, più eventuali altri non in 
contrasto con il codice stesso), definire le priorità, descrivere risorse, 
disposizioni organizzative, controlli da utilizzare, avere istruzioni e procedure 
                                                           
4
 Organizzazione di uomini e mezzi finalizzata alla soddisfazione di bisogni umani attraverso la produzione, la 
distribuzione o il consumo di beni economici. 
5
 Codice internazionale per la gestione della sicurezza delle operazioni delle navi. 




per assicurare la gestione in sicurezza e la protezione dell’ambiente conformi 
alle norme internazionali e nazionali. Il sistema di lavoro del SMS deve 
essere messo per iscritto (mediante un documento) e controllato. Tali 
documenti devono essere disponibili sia in ufficio che nell’eventuale azienda. 
Il documento utilizzato per descrivere e implementare il sistema di gestione 
della sicurezza è denominato Manuale di Gestione della Sicurezza. 
L’accertamento se le attività previste dall’SMS ed i relativi risultati 
soddisfano le disposizioni pianificate e se queste disposizioni vengono 
applicate efficacemente e sono adatte per il raggiungimento degli obiettivi è 
rimesso all’organizzazione autorizzata a mezzo Audit (verifica), da parte di 
una persona indipendente qualificata Auditor (verificatore). A ogni azienda 
che soddisfi le norme deve essere rilasciato dall’Amministrazione un 
Certificato di gestione della sicurezza (Safety Management Certificate - 
SMC) e a ogni società  deve essere rilasciato un Documento di Conformità 
(Document of Compliance - DOC) con validità quinquennale. Il responsabile 
ha l’autorità dell’applicazione del Sistema e inoltre ha l’autorità e la 




2.13 Componenti principali di un SMS 
 
Le componenti principali di un SMS sono:  
 La politica di sicurezza e gli obiettivi istituzionali - Le politiche e gli 
obiettivi forniti dal management e la promozione della sicurezza 
forniscono il quadro di riferimento, nonché il sostegno e la garanzia che le 
attività operative di base di sicurezza e di gestione del rischio possano 
essere condotte in modo efficace ed indipendente. La politica indica la 
visione, i valori essenziali e le convinzioni dell’azienda sul tema della 
SSL (sicurezza sul lavoro) e serve a definire la direzione, i principi 




d’azione e i risultati a cui tendere ed esprime l’impegno del vertice 
aziendale nel promuovere nel personale la conoscenza degli obiettivi, la 
consapevolezza dei risultati a cui tendere, l’accettazione delle 
responsabilità e le motivazioni. La politica aiuta a dimostrare, verso 
l’interno l’impegno dell’azienda alla tutela della salute e sicurezza dei 
lavoratori e, verso l’esterno, che esiste un impegno concreto dell’azienda 
in tema di salute e sicurezza sul lavoro, che si privilegiano le azioni 
preventive e che l’organizzazione aziendale tende all’obiettivo del 
miglioramento continuo. Nella consapevolezza che tali obiettivi sono 
raggiungibili solo con la piena e convinta partecipazione di tutti, richiama 
l’attenzione sull’importanza della collaborazione di tutti per il 
raggiungimento di un efficace SGSL, ricordando che la responsabilità 
dello stesso coinvolge tutti in prima persona, ciascuno secondo le proprie 
attribuzioni e competenze, dalla Direzione Generale al singolo lavoratore; 
 L’analisi e la gestione del rischio - Nessuna azienda modernamente 
gestita ha interesse nell’ignorare una situazione di rischio prevedibile. La 
conoscenza dei rischi potenziali è il passo fondamentale verso la loro 
soluzione. Fino all’avvento della rivoluzione industriale i rischi erano fatti 
risalire a quattro cause principali: naturali (terremoti, allagamenti, 
fulmini etc.), tecnologici (crolli di ponti, case, dighe etc.), individuali  
(ferimenti, malattie, cadute etc.), collettivi  (guerre, carestie etc.). Alla 
luce delle limitate conoscenze scientifiche i rischi collegati alla tecnologia 
erano sufficientemente gestiti mediante misure di prevenzione semplici 
pur se efficaci. Con l’avvento della società industriale i rischi diventano 
più numerosi e qualitativamente più articolati, quindi appare necessario 
cambiare approccio. Quando i rischi diventano, numerosi, complessi, 
interrelati, l’identificazione deve procedere attraverso un percorso 
chiaro, sistematico, rigoroso, utilizzando adeguati “strumenti di 
indagine”. Gli strumenti di indagine devono rappresentare: modelli di 
analisi e scomposizione di realtà complesse, metodiche di ricerca e 




“riclassificazione” di dati ed informazioni che si presentano in modo 
disarticolato, logiche di approccio da imparare con semplici esempi per 
poi applicarle a qualunque situazione complessa. Le tecniche di Analisi di 
Rischio, come strumenti di indagine, diventano in sostanza un 
prerequisito per una corretta gestione dei rischi, per conoscere i rischi al 
fine di gestirli con efficacia, per rimuovere o ridurre i fattori di 
insuccesso, per ridurre i costi totali del rischio e per evitare sorprese; 
 La valutazione dei pericoli e della sicurezza reale - Valuta la costante 
efficacia delle strategie di controllo del rischio implementate e sostiene 
l’identificazione di nuovi rischi; 
 La promozione della sicurezza in seno all’organizzazione - Include 
formazione, comunicazione, e altre azioni per creare una cultura positiva 
della sicurezza in tutti i livelli della forza lavoro. Le attività di 
promozione della sicurezza in ottica del SMS includono: fornire una 
formazione sul SMS, promuovere/rafforzare una cultura positiva della 
sicurezza, fornire una comunicazione e sensibilizzazione sul sistema e 
sulla sicurezza, garantire una corrispondenza dei requisiti di competenza 
ai requisiti di sistema, diffondere le lezioni di sicurezza apprese. 
 
 
2.14 Ciclo di Deming 
 
Organizzare la Sicurezza significa, oltre ad intraprendere azioni volte al 
rispetto delle norme, affrontarne le tematiche secondo i moderni schemi 
gestionali. 
L’eccellenza gestionale presuppone l’ottimizzazione delle condizioni di 
sicurezza e salute dell’impresa che può essere ottenuta implementando i 
Sistemi di Gestione della Sicurezza, i cui requisiti sono fissati dalla norma 
internazionale OHSAS 18001. 




Il funzionamento di un sistema di gestione della salute e sicurezza sul lavoro 
(SGSL) è rappresentato dalla “ruota o ciclo di Deming” che prevede le 4 
fasi del ciclo: Plan, Do, Check, Act. Si presenta una breve sintesi delle 
teorie di Deming, enucleando alcuni principi base ed illustrandoli: “La  
produzione  deve essere vista come un sistema che comprende tutti coloro 
che interagiscono nell’erogazione del servizio: operatori e utenti”. 
 
 
                                 Figura 2. 20 - Rappresentazione ciclo di Deming 
 
Il cliente - utente è la parte più importante del processo di erogazione del 
servizio, che senza di lui non ha ragione di esistere. Le organizzazioni 
devono instaurare rapporti di collaborazione sia con i clienti sia con i 
fornitori per il miglioramento continuo del servizio offerto e per la riduzione 
degli errori e degli insuccessi. Qualsiasi processo può essere visto come un 
ciclo che ha quattro momenti:  
 Plan (progettare, pianificare): partendo dall’analisi e valutazione dei 
rischi correlati alle attività svolte, l’azienda definisce una politica per 
la sicurezza e  pianifica le azioni per raggiungere gli obiettivi 
prefissati; 
 Do (agire, realizzare): consiste nell’attuazione e nel funzionamento 
delle azioni pianificate secondo le tempistiche definite dalla 





 Check (controllare): consiste nella verifica del raggiungimento degli 
obiettivi prefissati e nell’apertura di azioni correttive in risposta ad 
eventuali difformità rispetto a quanto stabilito dalla pianificazione; 
 Act (stabilizzare o correggere e riavvio del ciclo di intervento): 
consiste nel riesame del sistema di gestione implementato e nel 
programmare le basi e gli obiettivi su cui costruire il ciclo successivo. 
 
 
Figura 2. 21 – Rappresentazione a spirale del ciclo di Deming 
 
Proprio nella ciclicità del modello del sistema di gestione della sicurezza è 
insito il miglioramento continuo. Un sistema di gestione della sicurezza per 
essere efficiente deve essere implementato e definito sulla realtà dell’azienda, 
considerando gli effettivi margini di miglioramento della sicurezza che 
devono però conciliarsi con le imposizioni legislative cogenti in materia. 
Adottare un SGSL significa disporre di uno strumento per: 
• conoscere e mantenere sotto controllo gli aspetti della sicurezza 
connessi alle attività svolte; 
• individuare le prescrizioni legali cogenti della sicurezza e volontarie e 
recepirle correttamente ed integralmente; 




• stabilire e mantenere precise responsabilità; 
• adottare le procedure necessarie per la gestione operativa della 
sicurezza e il monitoraggio dei fattori di rischio; 
• individuare e soddisfare le necessità di formazione; 
• ridurre al minimo i rischi aziendali coinvolgendo le parti interessate 
del processo di miglioramento. 
I principali vantaggi nell’implementazione di un Sistema di Gestione della 
Salute e Sicurezza sul Lavoro sono: 
• Consente di attuare uno strumento utile per garantire l’osservanza non 
solo formale della numerose norme tecniche e giuridiche che regolano 
la materia assicurando le parti interessate (Enti di controllo, lavoratori) 
che tutti gli aspetti legati alla sicurezza siano gestiti secondo le 
modalità prescritte dalle leggi vigenti e secondo le migliori prassi 
disponibili; 
• Consente all’azienda di ottenere risparmi economici legati alla 
riduzione dei premi pagati all’INAIL per i propri dipendenti; 
• Consente all’azienda di ottenere risparmi economici e di tempo legati 
ad una riduzione degli infortuni, i cui costi, a volte nascosti, possono 
incidere in maniera non indifferente, e ad una riduzione della 
pressione esercitata sull’azienda da parte degli organi di controllo. 
 
 
2.15 Principi base del Risk Safety Management 
 
I principi base del “Risk Safety Management” prevedono di affrontare 
l’eliminazione/riduzione di ciascun rischio seguendo una sequenza logica 
definita: 




1. Eliminare: il primo obiettivo è quello di prevenire, generalmente 
attraverso la progettazione, l’esistenza della condizione d’insicurezza 
o dell’innesco dell’evento, eliminandone di conseguenza anche 
l’effetto; 
2. Ridurre: nel caso in cui quanto visto al punto 1 non produca gli effetti 
desiderati, ovvero dia luogo ad una riduzione di rischio non accettabile 
oppure non sia ragionevolmente possibile, si dovranno studiare 
dispositivi di sicurezza e/o protezioni adatti a fronteggiare i pericoli 
residui;  
3. Trasferire: se permangono ancora rischi residui, è necessario 
considerare con quali modalità “trasferire” il rischio, ad esempio 
subappaltando ad un terzo le attività che introducono il rischio, ad una 
compagnia assicurativa (mediante una polizza adeguata), oppure, nel 
caso di un prodotto, all’utilizzatore, informandolo del rischio 
intrinseco attraverso libretti di istruzioni, cartellonistica, avvisi etc. che 
spieghino la natura del pericolo e come evitarne le conseguenze. 
Mentre la prima fase cerca di evitare o di eliminare completamente la causa 
e, come risultato l’effetto, la seconda e la terza fase accettano il fatto che un 
evento o una condizione d’insicurezza possano esistere. In tutti i casi occorre 
verificare che le azioni correttive individuate non comportino, una volta 









Figura 2. 22 - Sequenza logica per la eliminazione/riduzione dei rischi 











2.16 Approcci Operativi al SMS 
 
Gli approcci operativi principali di un Safety Management System prevedono 
l’applicazione di metodologie e tecniche ampiamente consolidate e già 
applicate in molti domini tecnologici avanzati quali, ad esempio, la 
produzione di energia, il trattamento di prodotti chimici e gli impianti di 
processo. 
In un SMS, si possono identificare quattro approcci fondamentali: 
 Analisi prospettiche di sicurezza; 
 Analisi retrospettive di sicurezza; 
 Audit di sicurezza; 































2.16.1 Analisi prospettiche di sicurezza 
 
Queste analisi sono sviluppate in ottica predittiva e richiedono 
l’implementazione di modelli e simulazioni capaci di descrivere il 
comportamento di un sistema che opera in condizioni di anormalità. Tale 
tipologia di analisi viene definita come analisi di sicurezza prospettica. 
L’analisi di sicurezza prospettica consiste in una valutazione capace di 
predire ed anticipare preventivamente le conseguenze di interazioni 
sistemiche, dati alcuni eventi iniziatori e condizioni al contorno. 
Determinati eventi iniziatori e possibili condizioni al contorno, danno così 
origine a valori precisi da inserire nella Matrice di Rischio, sapendo il livello 




2.16.2 Analisi retrospettive di sicurezza 
 
Per poter effettuare simulazioni appropriate per tali scenari sono necessari 
dati e correlazioni adeguate a descrivere il sistema in maniera consistente. 
Tali dati devono essere specifici al sistema in corso di valutazione e devono 
essere appropriati per i modelli e simulazioni adottati. 
Per ottenere i dati necessari sono indispensabili: analisi di letteratura in 
materia di componentistica, lo studio dei compiti e delle procedure operative, 
la valutazione degli effettivi contesti lavorativi e sociali in cui si svolgono i 
compiti degli operatori del sistema, nonché lo studio degli eventi di non-
conformità avvenuti nel sistema in periodi operativi precedenti l’analisi in 
corso. 
Questa tipologia di analisi viene definita come analisi di sicurezza 
retrospettiva: 




L’analisi retrospettiva consiste nella valutazione di eventi che coinvolgono 
“incidenti”, “inconveniente gravi” o “quasi incidenti”ovvero circostanze di 
“non-conformità” operative, con l’obiettivo di trovare le ragioni 
fondamentali e le cause (“root causes”) che li hanno promossi. 
 
Per potere effettuare tali tipi di analisi e valutazioni è indispensabile avere 
come riferimento un modello del sistema. Inoltre, affinché i dati ottenuti da 
analisi retrospettive possano essere utilizzati a fini predittivi/prospettici è 
necessario che i modelli utilizzati per tali tipologie di analisi siano “simili”, 
cioè tali da sfruttare e richiedere le stesse famiglie di dati.  
Pertanto, le procedure per lo sviluppo di analisi prospettiche e retrospettive 
presentano alcuni elementi comuni ma contengono anche importanti 
differenze. 
Le differenze consistono principalmente negli obiettivi fondamentali dei due 
approcci e in alcuni metodi specifici. In studi prospettici, l’analista deve 
cercare di prevedere e valutare quali possono essere le conseguenze di certi 
eventi iniziatori e condizioni al contorno critiche per la “sicurezza”, 
speculando in modo creativo sulla propria esperienza e abilità di analista. 
Nelle valutazioni retrospettive, è fondamentale comprendere la lezione ed 
estrarre le informazioni essenziali dagli eventi del passato attraverso metodi 
consolidati di analisi della cause a avendo cura di conoscere la realtà 
operativa di un impianto. Ciò si ottiene attraverso lo studio delle procedure e 
dei compiti degli operatori, delle specifiche funzionalità dei vari sistemi e 
sottoinsiemi ed infine osservando sul campo il comportamento e le pratiche 
operative in atto nelle gestione reale dell’impianto. 
Ogni organizzazione applica metodi e tecniche al fine di raccogliere 
informazioni relative ad aventi di non-conformità, con lo scopo di valutare il 
livello di sicurezza e cercare soluzioni per ridurre i potenziali rischi. In 
questo processo l’analista deve applicare i concetti di ricerca delle cause 
primarie (root causes analysis) e come primo passo strutturare l’occorrenza in 




eventi attraverso “Event time line”; gli eventi costituenti l’occorrenza, una 
volta organizzati, vengono esaminati e ne si valuta la gravità e la frequenza 
rispetto ad un intervallo di tempo definito. 
Si ricorda che l’Occorrenza è intesa come “l’incidente o inconveniente” nella 
sua globalità, mentre l’evento è una realtà visibile e misurabile o una azione 
umana tale da indurre il sistema ad evolvere da uno stato “A” ad un altro “B”, 
dove A e B non sono in condizioni di esercizio normali. In taluni casi però 
quando l’Occorrenza è costituita di un unico Evento le due definizioni si 
sovrappongono. 
La definizione logico - analitica dell’occorrenza richiede un lavoro di 
apprendimento e studio di ciò che è avvenuto che, alle volte, richiede l’uso 
dei documenti e rapporti raccolti al di là di quanto riportato in sede di 
implementazione dei dati iniziali. Vengono effettuati 4 passaggi 
fondamentali:  
 Individuazione degli Eventi; 
 Event Time Line; 
 Eventi iniziatori o scatenanti ed Eventi conseguenza; 






                                                            
 
 


























Figura 2. 25 - Schema di valutazione delle severità di occorrenza 
 
Questa tecnica rappresenta uno strumento analitico per lo studio della 
sicurezza e dell’efficienza di una organizzazione risultanti dai dati raccolti 
attraverso segnalazioni interne di eventi di non conformità ed occorrenze  per 
le quali è obbligatorio effettuare un rapporto scritto. 
L’efficacia e l’efficienza di questo processo dipendono da aspetti 
organizzativi di natura non tecnica: 
 non-punibilità del processo di reporting; 
 quantità e qualità dei dati; 
 corretta analisi dei dati stessi. 
Un altro elemento essenziale è la combinazione dei dati con altre fonti (ad 
es.: valutazione dei processi del lavoro e le operazioni sul campo) e uso
 
della MdR (matrice di rischio) correlata con indagini prospettiche. 
 
 
2.16.3 Audit di sicurezza 
 
L’audit di sicurezza ha come obiettivo primario la stima della conformità 
esistente in un’organizzazione rispetto alle norme e standard di sicurezza e ai 
livelli attesi e valutati in sede di progetto. Questi tipi di indagine 
rappresentano la parte del SMS comune al Safety Manager e al Quality 
Manager e, per una loro corretta implementazione, è indispensabile e 












2.16.4 Gestione delle emergenze 
 
La gestione delle emergenze è un capitolo molto specifico e a sé stante del 
sistema SMS, che si concentra sulla gestione del “dopo-incidente” più che 
sugli aspetti peculiari della gestione della sicurezza, cioè la prevenzione, il 
recupero della normalità o il contenimento delle conseguenze. I metodi di 
gestione di un’emergenza richiedono l’implementazione e l’uso di 
metodologie e tecniche che esulano dai contenuti di questo capitolo, come ad 
esempio: comunicazione ai media; gestione delle persone e familiari coinvolti 
in un incidente; condivisione dei compiti e responsabilità tra le varie figure 
operative e manageriali di un’organizzazione. 
Anche nel caso della gestione delle emergenze, viene riconosciuta 




2.17 Metodi per l’analisi dei dati 
 
I metodi più utilizzati in un SMS per l’analisi dei dati sono:  
 Interrogazioni standard (“query standards”): Interrogazioni standard 
che possono essere attivate automaticamente con una semplice 
interfaccia di comando, la quale permette all’analista di selezionare le 
statistiche e le tendenze relative a periodi di tempo scelti dall’analista 
stesso. 
 Key Performance Indicators (KPI)6: Monitoraggio costante di alcune 
tipologie di dati contenuti nella banca dati di riferimento aziendale. Il 
                                                           
6
 Un indicatore chiave di prestazione (in inglese Key Performance Indicators o KPI) è un indice che monitora 
l’andamento di un processo aziendale. Può essere principalmente di quattro tipi:- indicatori generali: misurano 
il volume del lavoro del processo; - indicatori di qualità: valutano la qualità dell’output di processo, in base a 
determinati standard ( p.e. rapporto con un modello di output, o soddisfazione del cliente); - indicatori di costo; 
- indicatori di servizio, o di tempo: misurano il tempo di risposta, a partire dall’avvio del processo fino alla sua 




dato è espresso in termini di rapporto tra il numero di eventi registrati 
durante l’attività operativa e correlati al KPI in esame e un indice di 
riferimento preciso.  
 Similarità: L’obiettivo è quello  di rilevare la similarità tra Occorrenze 
diverse, dove per similarità si intende una appartenenza a “famiglie” di 
occorrenze, che sono formalmente classificate in maniera differente, 
ma risultano simili e comparabili per condizioni iniziali e/o al 
contorno comuni o equivalenti. La rilevazione di similarità è 
estremamente importante. Requisiti: medesimi parametri di 
riferimento e medesime, ma non tutte, tipologie di eventi. Il metodo si 
applica sia per gli Eventi tecnici che per Eventi tipicamente dipendenti 
dai fattori umani. 
 Valutazione dei rischi: L’obiettivo dello strumento di analisi del 
rischio è quello di fornire una valutazione del livello del rischio 
derivante dallo studio di una singola Occorrenza e dei suoi Eventi. 
Sono fondamentali a questo fine le definizioni di frequenza e severità 
associate ad Eventi ed Occorrenze. Si rende inizialmente necessaria la 
formulazione di una adeguata correlazione tra: le classi di severità 
utilizzate nella tassonomia ADREP-2000 ed i livelli di severità della 
Matrice di Rischio. 
In pratica si procede seguendo gli steps: 
• sviluppo della “Event Time Line” (ETL) cioè della sequenza temporale 
degli Eventi; 
• assegnazione della severità di ogni singolo Evento componente 
l’Occorrenza; 
• valutazione, per ogni Evento, della frequenza di avvenimento; 
                                                                                                                                                                  
conclusione. Solitamente i KPI vengono determinati da un analista, che esegue un’analisi top-down dei 
processi, a partire quindi dall’esigenza dei vertici oppure dall’analisi del problema. Non tutti i processi si 
prestano per essere analizzati con i KPI, e, in generale, si valuta questa opportunità con una scala di  robustezza, 
che prende in considerazione, tra gli altri, la facilità di comprensione, il costo dell’informazione, la 
significatività, la strutturazione e la frequenza di cambiamento del dato. 




• valutazione della severità dell’Occorrenza; 
• valutazione del rischio di ogni Evento componente l’Occorrenza. 
È da notare come non venga assegnato ad un’Occorrenza un valore di 
frequenza e quindi di rischio; ciò è il risultato dell’assunto che la ripetitività 
(frequenza) di un’occorrenza, nella sua totalità, è di fatto quasi impossibile, e 
pertanto la valutazione della frequenza e quindi del rischio di ripetersi della 
stessa Occorrenza sono considerati irrilevanti. D’altro canto, risulta 
assolutamente importante la valutazione del rischio dei singoli Eventi che 
sono spesso incontrati in Occorrenze diverse in quanto si sono presentati in 
situazioni contestuali diverse. 
Per l’assegnazione della severità di ogni singolo Evento componente 
l’Occorrenza si può considerare un metodo che assume, prima di tutto, che un 
valore di severità o criticità assoluta, Sa(α), sia stato associato ad ogni Evento 
α. Tale valore indica un livello intrinseco di pericolosità di un evento 
indipendentemente dalle condizioni contestuali ed ambientali nelle quali 
l’Evento ha luogo. 
Il valore Sa(α) deve essere assegnato a priori e deve essere universalmente 
accettato, almeno a livello nazionale, dalle autorità proposte alla sicurezza in 
modo da garantire un valore di riferimento comune. 
La severità assoluta esprime il grado di pericolosità di un evento 
indipendentemente dal contesto socio-tecnico nel quale questo si verifica. La 
severità assoluta varia nel tempo e deve essere rivista a scadenze regolari.  
Alla severità assoluta viene associata la severità effettiva che rappresenta il 
valore assegnato alla severità di un certo Evento in relazione al particolare 
contesto lavorativo e sociale in cui l’Evento si verifica. 
                         Se(α)= Sa(α)* [&'()&*(+ ]                                (2.15) 
Dove: 
 
Se(α): Severità effettiva                                                           1 ≤  Se(α) ≤5 




Sa(α): severità assoluta                                                            1≤   Sa(α) ≤5 
fo(α): fattore impatto organizzativo                                        1 ≤ fo(α)≤1,5 
fc(α):fattore impatto contestuale                                             1≤  fc(α)≤1,5 
 
Il fattore di impatto organizzativo, fo(α), indica la gravità che l’evento α può 
assumere in relazione agli aspetti organizzativi (ad esempio nel caso di 
sicurezza di trasporto aereo può essere associato al fatto che l’aeroplano non 
può volare e sarà diverso da una compagnia aerea a basso costo o da una 
compagnia aerea tradizionale). 
Il fattore di impatto contestuale, fc(α), esprime l’importanza del contesto 
ambientale e fisico sulla gravità dell’Evento (tengono conto delle possibili 
conseguenze associate ad un particolare evento dagli aspetti ambientali, 
meteorologici, condizioni fisiche e psicologiche). 
 
 
2.17.1 Valutazione, per ogni Evento, della frequenza di 
avvenimento 
 
La probabilità, o frequenza, φ(α) che un evento indesiderato α si verifichi è 
calcolata in termini di rapporto come: 
 
                               φ(α)=		 (	
 -




Nα è il numero totale di eventi di tipo α che si verificano nell’intervallo di 
tempo preso in considerazione (in genere un anno); 
Nt  indica: 
 il numero totale di ore volate (sempre nel caso di sicurezza di 




trasporto aereo) di cicli da parte della organizzazione nell’intervallo 
di tempo in esame (compagnia aerea etc.);  
 il numero totale degli interventi in caso di manutenzione; 
 il numero totale di movimenti di terra, all’interno del perimetro di 
aeroporto, e comprende non solo  il numero totale dei decolli e 
atterraggi, ma anche i movimenti dei veicoli di servizio a terra. 
 
 
2.17.2 Valutazione del rischio per ogni evento 
 
Ricordando che il Rischio è esprimibile come Frequenza x Severità, è 
possibile calcolare il rischio per ogni evento come: 
                                  R(α1)= φ(α1) . Se(α1)                                   (2.17) 
 
 
Figura 2. 26 - Matrice di rischio 
 
 
2.17.3 Valutazione della severità dell’Occorrenza 
 
Dopo aver valutato la gravità e il rischio di ogni evento che costituisce una 
Occorrenza, è essenziale definire la gravità di quest’ultima. Questo si ottiene 




combinando l’analisi della sequenza di Eventi e la considerazione di eventi 
positivi e eventi negativi. 
Come si è già discusso precedentemente, la valutazione dell’Occorrenza in 
termini di analisi retrospettiva cioè sulla base di dati raccolti, non rappresenta 
una valida stima di sicurezza, in quanto la ripetibilità di una specifica 
sequenza nella sua totalità, la frequenza di Occorrenza, è estremamente 
improbabile, per cui risulterebbe rara nella scala delle frequenze e non 
darebbe una misura attendibile della scurezza. D’altro canto però la 
valutazione della severità di Occorrenza è possibile e ciò comporta la 
considerazione degli Eventi negativi che l’hanno costituita e degli Eventi 
positivi che tendono a limitarne le conseguenze. 
Gli Eventi positivi sono contabilizzati, come appena detto, in termini di 
riduzioni di rischio e gravità e sono associati con l’intervento delle barriere 
causali che possono essere di tipo: 
 barriere materiali: che impediscono l’esecuzioni di azioni pericolose 
attraverso vincoli fisici (es. porte , ringhiere, filtri etc.); 
 barriere funzionali: che richiedono alcuni funzioni predefinite al fine 
di permettere certe azioni o esecuzioni (es. chiusure a pressione, codici 
di sicurezza etc.); 
 barriere simboliche: che sono associate a norme convenzionali (es. 
segnali, avvertenze etc.); 
 barriere immateriali: che poggiano sugli aspetti cognitivi umani (es. 
leggi, norme generali, cultura etc.). 
 
La valutazione della gravità associata ad un’Occorrenza la quale tiene conto 
del concetto di barriere o Eventi positivi, che ne hanno ridotto la gravità, può 
essere effettuata attraverso la seguente correlazione: 
 
                       Se-occ=[max Se(α)] . γ(αpos)                                        (2.18) 
Dove: 




Se-occ   è la severità effettiva dell’occorrenza; 
max Se(α) è il massimo livello di severità valutato durante lo studio della 
ETL; 
γ(αpos) è il fattore di riduzione della severità dovuto all’intervento delle 
barriere γ<1, in assenza di barriere o Eventi positivi, γ=1; con: 
                                 γ(αpos)=∑i=1 (1-βi)                                                   (2.19) 
e dove βi è il fattore di riduzione per tipo di barriera (0≤βi≤1): 
barriere fisiche: β=0,1 
barriere funzionali: β=0,2 
barriere simboliche: β=0,2 
barriere immateriali: β=0,1. 
 
  




BIBLIOGRAFIA CAPITOLO II 
 
[1] Chiodo E., Mazzanti G., Approccio stocastico alla sicurezza, Manutenzione Tecnica e 
Management, febbraio 2009. 
[2] Carrescia V. Fondamenti di Sicurezza Elettrica. TNE Torino, 2008. 
[3] Cox S., Tait R. Safety, Reliability & Risk Management. Butterworth, Oxword 2008. 
[4] Ericson CA. Hazard Alalysis techniques for system safety. J. Wiley, 2005. 
[5] Thompson Jr. WA. Point Process Model with Applications to Safety and Reliability. Chapman 
and Hall, 1998. 
[6] Lapa  CM, Pereira CM, de Barros MP. A model for preventive maintenance planning by genetic 
algorithms based in cost and reliability. Reliability Engineering and System Safety 91 (2006) 
233–240. 
[7] Vaurio JK. Optimization of test and maintenance intervals based on risk and costs. Reliability 
Engineering and System Safety 49 (1995) 23–36. 
[8] Kececioglu D., Feng-Bin Sun. A general discrete time dynamic programming model for the 
opportunistic replacement policy and its application to ball bearing systems. Reliability 
engineering and system safety (1995). 
[9] Van Ginneken J., Hale A. From hanger-on to trendsetter: Decision making on a major safety 
initiative in a steel company maintenance department. Safety Science 47 (2009) 884–889.  
[10] Hale A., Heming BHJ, Smit K., Rodenburg FGTh, van Leeuwen ND. Evaluating safety in the 
management of maintenance activities in the chemical process industry. Safety Science Vol. 28, 
No. 1, pp. 21–44, 1998. 
[11] Busacca PG, Marseguerra M, Zio E. Multiobjective optimization by genetic algorithms: 
application to safety systems. Reliab Eng Syst Saf 2001; 72(1):59–74. 
[12] Harunuzzaman M., Aldemir T. Optimization of standby safety system maintenance scheduling 
in nuclear power plants. Nucl Technol 1996; 113:354–67. 
[13] Bucher C., Frangopol DM. Optimization of lifetime maintenance strategies for deteriorating 
structures considering probabilities of violating safety, condition, and cost thresholds. 
Probabilistic Engineering Mechanics 21 (2006) 1–8. 
[14] Vatn J., Aven T. An approach to maintenance optimization where safety issues are important. 
Reliability Engineering and System Safety 95 (2010) 58–63. 
[15] Martorell S., Sanchez A., Carlos S., Serradell V. Alternatives and challenges in optimizing 
industrial safety using genetic algorithms. Reliability Engineering and System Safety 86 (2004) 
25–38. 
[16] Mohanta DK., Sadhu PK., Chakrabarti R. Deterministic and stochastic approach for safety and 
reliability optimization of captive power plant maintenance scheduling using GA/SA-based 
hybrid techniques: A comparison of results. Reliability Engineering and System Safety 92 
(2007) 187–199. 
[17] Duncan Brewer H., Canady KS. Probabilistic safety assessment support for the maintenance 
rule at Duke Power Company. Reliability Engineering and System Safety 63 (1999) 243-249. 
[18] Wang J., Yang JB., Sen P., Ruxton T. Safety based design and maintenance optimisation of 
large marine engineering systems. Applied Ocean Research 18 (1996) 13-27. 
[19] Martorell S., Sanchez A., Munoz A., Pitarch JL., Serradell V., Roldan J. The use of maintenance 
indicators to evaluate the effects of maintenance programs on NPP performance and safety. 
Reliability Engineering and System Safety 65 (1999) 85–94. 
[20] Cepin M. Optimization of safety equipment outages improves safety. Reliability Engineering 
and System Safety 77 (2002) 71-80. 
[21] Marseguerra M., Zio E., Podofillini L. A multiobjective genetic algorithm approach to the 
optimization of the technical specifications of a nuclear safety system. Reliability Engineering 
and System Safety 84 (2004) 87–99. 
[22] Usman T., Fu L., Moreno LF. Quantifying safety benefit of winter road maintenance: Accident 
frequency modeling. Accident Analysis and Prevention 42 (2010) 1878–1887. 
[23] N. Möller e S.O. Hansson, Principles of Engineering Safety: Risk and Uncertainty Reduction, 
Reliability Engineering and System Safety, 93, 776-783, 2008. 
[24] Davide Panzavolta, “L’analisi di rischio nella progettazione delle gallerie stradali”, 2009. 
[25] Mara Lombardi e Massimo Guarascio, “Analisi di rischio”, 2008. 




[26] Stanley Kaplan e B. John Garrick, “On The Quantitative Definition of Risk”, 1980. 
[27] Sascia Canale, Salvatore Leonardi e Cinzia Fabiano, istituto strade, ferrovie e aeroporti, 
Università di Catania, “Il concetto di rischio e gli ambiti applicativi dell’analisi del rischio”, 
2008. 
[28] F. Nuti, “L’analisi costi benefici”, 1987. 
[29] Stan Kaplan, “The Words of Risk Analysis”, 1997. 
[30] G. Hofstede, Cultures and Organization: Software of the Mind. McGraw-Hill, London, 1990. 
[31] J. Martin, Cultures in Organization: Three Perspectives, Oxford University Press, New York, 
1992. 
[32] E. H. Schein, Organizational Culture and Leadership, second ed. Jossey-Bass, San Francisco, 
1985. 
[33] J. T. Reason, Managing the Risks of Organizational Accidents, Ashgate, Alder shot, 1997. 
[34] M. D. Cooper, Towards a model of safety culture, Safety Science, 2000. 
[35] F. W. Guldenmund, The Nature of Safety Culture: a review of theory and  research, Safety 
Science, 2000. 
[36] L. Ostrom, C. Wilhelmsen, B. Daplan, Assessing Safety Culture, Nuclear Safety, 1993. 
[37] S. Cox & T. Cox, The Structure of Employee Attitudes of Safety: An European Example, Work 
and Stress, 1991. 
[38] A. Wallace & A. Neal, A Report on Safety in the Queen Island Meat Industry, Report prepared 
for the Meat Industry Advisory Group and the Australian Meat Industry Employees Union, 
2000. 
[39] D. Wiegmann, H. Zhang, T. Von Thaden, G. Sharma & A. Mitchell, A Synthesis of Safety 
Culture and Safety Climate Research, Prepared for Federal Aviation Administration Atlantic 
City International Airport, NJ, 2002. 
[40] B. Fernández-Muñiz, J.M. Montes-Peón & C.J. Vázquez-Ordás, Safety Culture: Analisys of the 
casual relationships between its key dimensions, Journal of Safety Research, 2007. 
 
 
SITOGRAFIA CAPITOLO II 
 
{1}              www.inail.it 
{2}              www.osha.europa.eu 
{3}              www.lavoro.gov.it 
{4}              www.ispesl.it 
{5}              www.complianceaziendale.com 
{6}              www.sciencedirect.com 
{7}              www.scholar.google.it 
{8}              www.biblio.unina.it 




















Una volta considerati, nei precedenti capitoli, i concetti di Gestione e Analisi 
dei Rischi, con particolare riferimento a quelli riguardanti la Sicurezza sul 
Lavoro, ci si soffermerà nel presente capitolo su un rischio specifico, in 
quanto presente in ogni realtà – industriale e non - e la cui gestione risulta 
particolarmente complessa e articolata: il Rischio Incendio. 
La concezione della sicurezza antincendio e gestione delle emergenze ha 
subito un’evoluzione dalle tradizionali norme di tipo prescrittivo verso un 
approccio di tipo prestazionale che richiede l’elaborazione di uno schema di 
analisi articolato in fasi tra loro correlate. 
Tale nuova visione sarà oggetto del presente capitolo, a seguito di una 
sezione introduttiva utile a conoscere i fattori caratterizzanti il Rischio 
Incendio e gli strumenti per contenerlo. 
  






Il datore di lavoro deve considerare, in riferimento al sistema legislativo in 
vigore, una serie di misure da adottare durante le emergenze. Queste misure 
possono distinguersi tra quelle che si rivolgono verso l’esterno e quelle che 
invece si rivolgono verso l’ambiente di lavoro. Le misure dirette verso 
l’esterno prevedono l’organizzazione dei necessari rapporti con i servizi 
pubblici come Aziende Sanitarie ed i Vigili del fuoco. Le misure che si 
rivolgono verso l’ambiente di lavoro impongono la designazione di 
particolari figure lavorative incaricate di svolgere azioni specifiche durante 
situazioni di emergenza come ad esempio il primo soccorso, l’evacuazione 
dei luoghi di lavoro etc. Tali lavoratori non possono - se non per giustificato 
motivo - rifiutare la designazione e devono essere formati tramite opportuni 
corsi. Ulteriori misure rivolte verso l’ambiente di lavoro sono l’informazione 
dei lavoratori riguardo i rischi inerenti ogni attività, l’istruzione necessaria 
per poter prendere le misure adeguate qualora venissero a mancare le figure 
competenti durante un’emergenza e la programmazione di interventi 
preventivi e protettivi. Nelle realtà aziendali, sia pubbliche che private, un 
rischio presente ad ogni livello è quello relativo all’insorgere di un incendio. 
Quest’ultimo rappresenta non solo un pericolo per le persone ed i lavoratori 
ma anche un grave danno di tipo economico che grava sui bilanci 
dell’azienda. Generalmente le cause che portano allo sviluppo di un incendio 
sono riconducibili a due grandi gruppi:  
1. Fattori Comportamentali: negligenza, disinformazione, 
sottovalutazione dei pericoli etc.; 
2. Utilizzo di impianti/materiali privi dei requisiti di sicurezza necessari a 
minimizzare i possibili rischi derivanti da un errato funzionamento. 
Il datore di lavoro dovrà anche, tramite il Servizio Prevenzione e Protezione, 
provvedere ad effettuare l’analisi dei luoghi di lavoro prendendo in 




considerazione il tipo di attività svolta, le sostanze ed i materiali utilizzati, il 
numero di persone coinvolte per poter determinare i fattori di pericolo e la 
loro entità, identificare chi è esposto maggiormente a tale rischio e 
programmare le misure antincendio ritenute più opportune. 
 
 
3.2 Cenni preliminari: la Combustione 
 
L’incendio può definirsi [15],[16], secondo una definizione corrente, come 
una rapida ossidazione di materiali combustibili, caratterizzata da un notevole  
sviluppo di calore, emissione di luce, fiamme, fumi e gas caldi, che avviene 
in un luogo non predisposto a contenerla e che una volta insorta, qualora 
sfugga al controllo dell’uomo, tende a propagarsi in maniera incontrollata e 
devastante con conseguenti danni. Si tratta in effetti di una combustione 
accidentale in atmosfera di ossigeno nel corso della quale si ha una 
degradazione di energia chimica in termica, dove con il termine combustione 
normalmente si intende una reazione chimica esotermica, che avviene cioè 
con sviluppo di calore, sufficientemente rapida, di una sostanza combustibile, 
che si ossida e quindi perde elettroni, con l’ossigeno (sostanza ossidante che 
si riduce e quindi acquista elettroni), contenuto nell’aria generalmente, 
accompagnata da sviluppo di calore (perché i reagenti possiedono più energia 
dei prodotti di reazione) e produzione di radiazione luminosa (in effetti il 
calore generato innalza a sua volta la temperatura dei componenti della 
reazione portandola a valori tali per cui essi irradiano energia 
elettromagnetica con lunghezze d’onda comprese nel campo del visibile 
cosicché la zona di reazione appare allora luminosa e si parla di fiamme). In 
realtà [17], sono da considerarsi combustioni pure le reazioni che avvengono: 




 in presenza di ossigeno dell’aria ma senza la produzione di radiazioni 
luminose (respirazione animali); 
 in assenza di ossigeno dell’aria  ma con la produzione di calore e a 
volte radiazioni luminose (respirazione delle piante); 
 in assenza di aria ma con presenza di molecole contenenti ossigeno 
sufficiente per bruciare (polvere da sparo, esplosivi , celluloide); 
 nelle sostanze spontaneamente infiammabili (fosforo giallo, idrogeno, 
fosforato e alcuni composti metallici); 
 in presenza di agenti diversi dall’ossigeno (come ad esempio 
l’idrogeno e altri metalli che bruciano in atmosfera di cloro). 
Le combustioni possono essere distinte fondamentalmente in : 
 combustione omogenea (che avviene tra un combustibile gassoso e 
comburente  anch’ esso gassoso); 
 combustione eterogenea (tra combustibile solido o liquido e 
comburente gassoso); 
 combustione degli esplosivi (combustione di sostanze contenenti nella 
loro composizione una sufficiente quantità di ossigeno comburente 
necessario alla combustione che avviene quindi senza apporto 
dall’esterno e quindi anche in assenza di aria, con notevole velocità di 
propagazione della fiamma e innalzamento della pressione). 
Condizione necessaria affinché la combustione possa determinarsi è la 
commistione di tre grandezze fisiche: combustibile, comburente e energia di 
attivazione (sorgente di calore); pertanto solo la contemporanea presenza di 
questi tre elementi dà luogo al fenomeno dell’incendio e di conseguenza al 
mancare di uno di essi l’incendio si spegne. Per cui la combustione può 
rappresentarsi schematicamente con un triangolo detto comunemente 
triangolo del fuoco [18]  i cui lati sono i tre elementi necessari al suo 
sviluppo. 





Figura 3. 1 - Il triangolo del fuoco 
 
 Il combustibile [19] è una sostanza che può essere allo stato solido, liquido 
o gassoso in grado di bruciare in condizioni ambientali normali 
(convenzionalmente fissate a 20 °C e a pressione di 760 mm Hg). A rigore 
andrebbero considerati combustibili tutte le sostanze non rientranti nella 
categoria delle sostanze non combustibili vale a dire quelle sostanze che non 
bruciano e non emettono vapori infiammabili in quantità sufficiente 
all’autocombustione se portate a una temperatura di 750°C. È da notare che 
la maggior parte delle combustioni avviene in fase gassosa; infatti mentre le 
sostanze gassose non hanno ovviamente necessità di trasformazione, per i 
liquidi si ha prima una evaporazione delle molecole del combustibile che 
passano in fase gassosa per effetto della temperatura e successivamente 
avviene la combustione del gas; per i solidi invece si ha prima una 
sublimazione, cioè un passaggio dalla fase solida a quella di vapore di alcune 
sostanze che bruciano subito se in quantità sufficienti a sostenere la 
combustione, dopodiché si ha la combustione del carbonio. Il comburente 
[20] è la sostanza ossidante che consente e favorisce la combustione, il più 
importante è l’ossigeno sia puro che contenuto nell’aria o in composti, ma vi 
sono altri comburenti come il protossido di azoto N2O, l’ossido di azoto NO e 
il biossido di azoto NO2. Il terzo elemento è costituito da una fonte di calore 
ad alta temperatura, infatti non è sufficiente che il combustibile e il 




comburente siano in intimo contatto perché la reazione avvenga, ma occorre 
che almeno in una sua parte la temperatura sia sufficientemente elevata da 
provocare l’accensione facendo si che l’energia del sistema sia tale da 
superare l’energia di attivazione della reazione di combustione. Una volta 
acceso, il materiale continua a bruciare perché è il calore prodotto a riscaldare 
fino alla temperatura di accensione il materiale non ancora bruciato, 
determinando l’innesco di altre reazioni e in questo modo la combustione 
continua e si propaga finché trova combustibile ed aria sufficienti ad 
alimentarla e sostentarla. In realtà il triangolo visto è solo una parte di uno 
schema più complesso, come evidenziato nella Figura 3.2, in cui il triangolo 
precedente è quello superiore [21] (detto anche di Kinsley o del "fuoco") 
che rappresenta l’inizio della combustione e cioè la reazione di ossidazione 
del combustibile catalizzata da una energia di innesco (scintilla, 
surriscaldamento, ecc).  
 
 
Figura 3. 2 -  I triangoli del fuoco 
 
Per avvenire una propagazione dell’incendio occorre che non solo esista altro 
combustibile o comburente, ma anche che il fuoco abbia la capacità di auto 
mantenersi (triangolo inferiore).  Quindi per correttezza è meglio parlare di 
"croce del fuoco" quando si parla di combustione già in atto. Recentemente 
nelle teorie antincendio si è introdotto un quarto elemento  per meglio 
comprendere la natura degli incendi costituito dalla reazione a catena per 




cui si parla di tetraedro del fuoco. In effetti, la combustione può definirsi 
[22] una reazione a catena cioè una reazione nella quale le molecole iniziali 
(combustibile e comburente) si trasformano nel prodotto finale attraverso 
stadi intermedi, collegati insieme come le maglie di una catena. Quando la 
sorgente di calore fornisce energia alla sostanza combustibile, questa si 
decompone in radicali liberi (atomi instabili), particelle estremamente 
reattive che iniziano la catena quando, colpendo molecole di ossigeno o 
combustibile, emettono altri radicali come prodotto intermedio dando luogo 
alla propagazione della combustione, ma se catturati da determinati radicali si 




Figura 3. 3 - Il tetraedro del fuoco 
 
 
3.2.1 Le fonti di innesco 
 
Le fonti di innesco, ossia dell’elemento che avvia la reazione di combustione 
una volta a contatto con la miscela infiammabile, possono suddividersi in 
quattro categorie [23] : 




 accensione diretta: quando una fiamma, una scintilla o altro materiale 
incandescente entra in contatto con un materiale combustibile in 
presenza di ossigeno (operazioni di taglio e saldatura, fiammiferi e 
mozziconi di sigaretta, lampade e resistenze elettriche, scariche 
statiche, cause elettriche); 
 accensione indiretta: quando il calore d’innesco viene fornito per 
convezione, conduzione e irraggiamento termico (correnti di aria calda 
generate da un incendio e diffuse attraverso vani o collegamenti di 
vario tipo, propagazione di calore attraverso elementi metallici); 
 attrito: quando il calore è prodotto dallo sfregamento di due materiali 
(malfunzionamento di parti meccaniche rotanti quali cuscinetti o 
motori, urti, rottura violenta di materiali metallici); 
 autocombustione o riscaldamento spontaneo: quando il calore 
occorrente all’innesco viene prodotto dallo stesso combustibile, senza 
alcun apporto di energia dall’esterno, per effetto di processi 
caratterizzati da produzione di calore come reazioni di ossidazione, 
decomposizioni esotermiche in assenza d’aria, azione biologica, a 
seguito dei quali la temperatura della sostanza può crescere fino a 
raggiungere dei valori tali da provocare un vero e proprio incendio 
(cumuli di carbone, stracci o segatura imbevuti d’olio di lino, polveri 
di ferro o nichel, fermentazione di vegetali). 
 
 
3.2.2 La classificazione degli incendi 
 
Le diverse tipologie di incendio possono essere classificate, ed infatti la 
Norma Europea EN2 emanata dal Comitato Europeo per la Normalizzazione 
(CEN) e recepita in Italia con il D.M. 20/12/1982, successivamente abrogato 
e sostituito dal D.M. 07/01/2005, ha suddiviso e classificato i fuochi in base 
ai materiali combustibili che li generano; tale classificazione è molto utile 




perché permette una indicazione efficace e sintetica delle tipologie di 
incendio, ed anche perché consente di scegliere facilmente le sostanze 
estinguenti idonee nei diversi casi [24]. 
Nello specifico, si ha: 
Classe A - Abbraccia tutti i materiali solidi a base cellulosica quali il legno, 
la carta, i tessuti, la paglia e simili soggetti a due forme tipiche di 
combustione: una vivace caratterizzata da fiamme e un’altra, priva di fiamme 
visibili, lenta e quasi covante caratterizzata dalla formazione di brace, che 
può durare per tempi assai lunghi prima di sfociare in un focolare di incendio 
vero e proprio. Lo spegnimento di questa classe di incendi, che avviene prima 
con la regressione delle fiamme fino allo spegnimento, cui segue 
l’annerimento delle braci, estinte le quali si considera terminata la 
combustione, si può ottenere mediante : 
 acqua a getti piena o nebulizzata; 
 polveri preferibilmente a base di fosfato di ammonio adatte a soffocare 
le braci; 
 schiume ordinarie o a media espansione; 
 anidride carbonica solo nei locali chiusi saturabili. 
Classe B - Include liquidi infiammabili o solidi liquefacibili (idrocarburi in 
genere, catrami, grassi, oli, pitture, vernici, alcoli, pece, resine, e solventi, 
alcuni includono il caucciù e le materie plastiche che altri assegnano alla 
classe A).  Le sostanze di questa classe sono caratterizzate da combustioni 
molto vivaci aventi fiamme molto alte poiché bruciano completamente in 
fase gassosa, dopo l’evaporazione o eventuale pirolisi, senza dar luogo a 
brace. L’estinzione di questo tipo di incendio si determina una volta estinte le 
fiamme. Alcuni suddividono ulteriormente questa classa in due sottoclassi 
per tener conto delle sostanze per il cui spegnimento non sia adatta l’acqua 
usata a getto pieno, per cui si distingue la sottoclasse B1 comprendente le 
sostanze liquide più pesanti,  l’olio combustibile e il gasolio, dalla sottoclasse 




B2 comprendente i liquidi e sostanze più leggeri. Lo spegnimento di questa 
classe di incendi si può ottenere mediante: 
 schiuma ordinaria e a media espansione; 
 polveri chimiche a base di bicarbonato di sodio o di ammonio, 
compatibili con le schiume; 
 composti alogenati che spengono istantaneamente senza residuo; 
 anidride carbonica che spegne bene al chiuso e con molta difficoltà 
all’aperto. 
Classe C - Incendi di gas infiammabili (metano, propano, butano, acetilene, 
gas naturale, gas di città, idrogeno etc.). Lo spegnimento avviene mediante: 
 polveri a base di bicarbonato di sodio o fosfato di ammonio 
compatibili con le schiume; 
 composti alogenati che spengono istantaneamente; 
 anidride carbonica che spegne bene nei locali chiusi. 
Non vanno usate schiume e acqua, mentre l’acqua nebulizzata può essere 
usata solo per il raffreddamento dopo però aver eliminato possibili ulteriori 
rilasci di gas e vapori infiammabili che altrimenti formerebbero eventuali 
miscele esplosive. 
Classe D - Comprende incendi di metalli combustibili (sodio, potassio), di 
sostanze chimiche spontaneamente combustibili in presenza di aria, di 
sostanze chimiche reattive in presenza di acqua o schiuma (magnesio, titanio, 
zirconio e loro leghe). Lo spegnimento non è semplice, dipendendo dalla 
sostanza da estinguere; si possono usare ad esempio: 
 polveri a base di cloruro di sodio; 
 in alcuni casi si può usare olio combustibile che poi si spegne 




Classe E - In realtà non è una classe contemplata dalle norme europee EN ma 
è da molti usata per indicare le apparecchiature e impianti elettrici sotto 
tensione. Lo spegnimento di questa classe di incendi si può ottenere con:
 polveri a base di bicarbonato di sodio o
 composti alogenati;
 anidride carbonica che spegn
 acqua nebulizzata esclusivamente da impianti fissi, non usare mai 
schiume di qualunque tipo.
Infine, con l’approvazione della n
classe F relativa ai fuochi sviluppanti
vegetali e più in generale dipendenti dalle apparecchiature di cottura stessa.
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Gli estinguenti per i fuochi di classe F spengono per azione chimica e devono 
essere in grado di effettuare una catalisi negativa per la reazione chimica di 





Figura 3. 5 - Pittogramma dei fuochi di classe F 
 
 
3.2.3 I parametri della combustione 
 
La combustione è caratterizzata da numerosi parametri fisici e chimici, i 
principali dei quali sono i seguenti [15 a 17], [23], [25 a 29], {5 a 7} : 
Temperatura di accensione: temperatura alla quale il combustibile, venuto 
a contatto con un innesco, si accende all’aria e continua a bruciare 
indipendentemente dalla cessione di calore dall’esterno. Tale temperatura 
varia col variare: dello stato fisico del combustibile, del rapporto tra 
combustibile/comburente, del tenore di gas inerte (azoto, CO 2 , etc.) presente 
nel comburente. 
Temperatura di autoaccensione: temperatura minima alla quale deve essere 
portata una sostanza combustibile perché si determini l’accensione spontanea 
senza l’intervento dell’innesco esterno. In genere si assimila anche alla 




temperatura che deve avere l’innesco perché determini  l’accensione di quel 
combustibile; in altre parole è la temperatura richiesta perché una sostanza 
venendo a contatto con l’aria possa accendersi da sola e una miscela 
combustibile-aria possa accendersi da sola per riscaldamento della massa. 
Tale temperatura è per i combustibili liquidi e gassosi un valore tabellato e 
ben determinato, per le sostanze solide invece spesso non è esattamente 
determinabile dipendendo da numerosi fattori quali lo stato di suddivisione 
del materiale, umidità, etc. Il fenomeno della accensione (o autoaccensione) 
non deve essere confuso con il fenomeno della “autocombustione”, che 
invece consiste in una combustione spontanea di una sostanza combustibile, 
senza alcun apporto di energia dall’esterno, a seguito di una reazione di 
ossidazione inizialmente lenta, con successivo graduale e sensibile accumulo 
di calore, provocata spesso da fenomeni di fermentazione e di ossidazione; 
l’autocombustione può verificarsi facilmente, ad esempio, nei seguenti 
materiali: stracci imbevuti di olio o vernice, fieno, cotone grezzo in balle, 
olio, carbone. A titolo esemplificativo si riportano in Tabella 3.1 alcuni valori 
di temperatura di accensione per alcune sostanze combustibili. 
Temperatura di combustione: temperatura massima che si può raggiungere 
nella combustione o anche secondo la teoria cinetica, il massimo incremento 
di energia cinetica media che possono acquisire le particelle elementari delle 
sostanze coinvolte nel fenomeno. 
Temperatura teorica di combustione: è la massima temperatura alla quale 
possono essere portati i prodotti della combustione dal calore prodotto dalla 
combustione stessa, nell’ipotesi che tutta l’energia termica liberata vada ad 
aumentare la temperatura, senza scambio di calore con l’ambiente esterno e 








Tabella 3. 1 - Temperatura di accensione di alcune sostanze 
Sostanza Temperatura 
d’accensione °C 






Gomma sintetica 300 
Gpl 400 
Idrogeno 560 
Legno 220 ÷ 250 
Metano 537 
 
A titolo di esempio si riportano in Tabella 3.2 le temperature teoriche 
massime di combustione confrontate con quelle massime effettive misurate 
realmente ed ovviamente inferiori alle prime poiché non tutta l’energia che si 
sviluppa nella combustione va a riscaldare i gas combusti  ma una parte si 
trasforma in energia raggiante e inoltre sensibili abbassamenti sono anche 
dovuti a reazioni di dissociazione del vapore d’acqua e dell’anidride 
carbonica che avvengono con sottrazione di calore. 
Tabella 3. 2 - Temperatura di combustione 





Metano 2218 1880 
Etano 2226 1895 
Propano 2232 1925 
Butano 2237 1895 
 
Temperatura di infiammabilità o punto di infiammabilità (Flash Point): 
è la minima temperatura alla quale un liquido infiammabile emette vapori tali 




che sulla superficie di esso si forma una miscela aria vapore in grado di 
accendersi in presenza di innesco; al di sotto di tale temperatura pertanto, una 
sostanza combustibile non può bruciare. Anche per i solidi teoricamente si 
potrebbe definire una temperatura di infiammabilità da intendersi come la 
minima temperatura alla quale il solido distillando emette vapori in grado di 
accendersi, tuttavia non essendo facilmente determinabile, per essi si 
preferisce parlare soltanto di temperatura di accensione.  Questo parametro è 
discriminante in merito alla pericolosità di un liquido 
combustibile/infiammabile ed infatti una sostanza è tanto più pericolosa 
quanto minore è il suo Flash Point, ed in relazione ad esso si suole 
individuare tre categorie di liquidi infiammabili: 
 Categoria A: liquidi con temperatura di infiammabilità inferiore a 21 
°C (liquidi infiammabili e sostanze esplosive a temperatura ambiente 
ad esempio benzina e alcool); 
 Categoria B:  liquidi con temperatura di infiammabilità compresa tra 
21°C e 65 °C (liquidi combustibili e sostanze che possono esplodere 
solo se riscaldati); 
 Categoria C : liquidi con temperatura di infiammabilità superiore a 
65 °C (liquidi che possono bruciare come gasolio, olio combustibile e 
lubrificanti).  
Tabella 3. 3 - Temperature di infiammabilità di alcune sostanze 
Sostanza Temperatura 
di infiammabilità  °C 
Acetone -18 
Alcool etilico 13 




Olio lubrificante 149 
toluolo 4 
  
Limiti di infiammabilità (% in volume)
infiammabilità all’interno del quale si ha, in caso d’innesco, l’accensione e la 
propagazione della fiamma nella miscela. Il 
è la più bassa concentrazione in volume di vapore della miscela al di sotto 
della quale non si ha accensione in presenza di innesco per carenza di 
combustibile; il limite superiore di infiammabilità
concentrazione in volume di vapore della miscela al di sopra de




All’esterno di questo campo di infiammabilità
volume percentuale (volume di combustibil
la miscela risulta troppo povera o troppo ricca di combustibile rispetto al 
comburente, per cui la combustione non può avvenire. Se nella miscela è 
presente un eccesso d’aria (poco combustibile), il calore sviluppato 
dall’innesco è insufficiente a far salire la temperatura degli strati adiacenti di 
miscela fino al punto di accensione, per cui la fiamma non può propagarsi e 
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 è la più alta 
combustibile [20].
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si estingue. Se invece nella miscela è presente un eccesso di combustibile 
(poca aria), questo funzionerà da diluente, abbassando la quantità di calore 
disponibile per gli strati adiacenti di miscela, fino ad impedire la 
propagazione della fiamma. Questi limiti dipendono dalla pressione 
(pressioni più alte tendono ad allargare il campo di infiammabilità, più basse 
a restringerlo) e dalla temperatura (l’aumento di temperatura allarga il campo 
di infiammabilità). Quanto più i valori di miscelazione combustibile - aria 
sono interni al campo di infiammabilità, tanto più la combustione si sviluppa 
con violenza e rapidità, assumendo sempre più il carattere di un’esplosione 
che a tutti gli effetti è un processo di combustione, ma avviene con velocità 
di propagazione del fronte di fiamma molto superiore alla normale velocità 
della fiamma di un incendio e con un forte aumento della pressione di 
combustione ed assume la dizione di deflagrazione o detonazione a seconda 
che il fronte di fiamma si muova a velocità subsonica o supersonica [30 e 
31]. In Tabella 3.4 si riportano alcuni valori dei limiti di infiammabilità per 
alcune sostanze. 
Tabella 3. 4 - Limiti di infiammabilità 
Combustibile Linite inferiore % Limite superiore % 
Alcool etilico 3,3 19 
Alcool metilico 5,5, 26,6 
Ammoniaca 15 28 
Benzina 0,9 7.5 
Butano 1,5 8,5 
Gas naturale 3 15 
Gasolio 1 6 
GPL 2 9 
Idrogeno 4 75,6 
Metano 5 15 
Propano 2,1 9,5 
 
Limiti di esplodibilità (% in volume): posizionati all’interno del campo di 
infiammabilità, rappresentano la più bassa concentrazione in volume di 




vapore della miscela al di sotto della quale non si ha esplosione in presenza di 
innesco (limite inferiore di esplodibilità) e la più alta concentrazione in 
volume di vapore della miscela al di sopra della quale non si ha esplosione in 
presenza di innesco (limite superiore di esplodibilità). 
A seguito di quanto descritto, si può pertanto affermare che una combustione 
può avvenire se, e solo se, sussistono tutte e contemporaneamente le seguenti 
condizioni minime {8}: 
 
1) Presenza contemporanea del combustibile e dell’ossigeno (aria); 
2) Miscela aria-combustibile infiammabile, e cioè con valori di 
miscelazione interni al campo di infiammabilità; 
3) Temperatura del combustibile superiore alla temperatura di 
infiammabilità; 
4) Presenza di un innesco di combustione (fiamma o scintilla) oppure (in 
sostituzione della condizione 4) temperatura del combustibile 
superiore alla temperatura di accensione, anche in assenza di inneschi. 
 
II fuoco (e quindi un incendio) potrà dunque generarsi e permanere 
unicamente se sussistono insieme e contemporaneamente le condizioni 
descritte. Quando anche solo una di tali condizioni viene a mancare, il fuoco 
si spegne oppure non si genera, e su questo fondamentale ed importantissimo 
principio sono basate tutte le tecniche di estinzione degli incendi. 
Aria teorica di combustione: è la quantità di aria necessaria per bruciare 
completamente un kg o un  m 3  di combustibile; la quantità di aria 
strettamente necessaria alla combustione dipende dalla composizione chimica 
del combustibile e risulta tanto maggiore quanto più è elevato il potere 








Tabella 3. 5 - Aria teorica di combustione 
Sostanza Aria teorica 
di combustione Nm 3 /kg 










Potere calorifico: indica la quantità di calore ( MJ/kg o kcal/kg) prodotta 
dalla combustione completa dell’unità di massa o di volume di una 
determinata sostanza combustibile e si distingue in: superiore che esprime la 
quantità di calore sviluppata dalla combustione considerando anche il calore 
di condensazione del vapore d’acqua prodotto e inferiore quando il calore di 
condensazione del vapor d’acqua non è considerato (pari al PCS meno il 
calore di evaporazione o di condensazione del vapore d’acqua che si forma 
durante la combustione). 
 
Tabella 3. 6 - Poteri calorifici dei principali combustibili 
Combustibile 
  
Potere calorifico inferiore Potere calorifico superiore 
MJ/kg MJ/Nm 3  MJ/dm 3  MJ/kg MJ/Nm 3  MJ/dm 3  
Benzina - - 31,4 - - 33,8 
Coke 29,0 - - 30,0 - - 
Gas naturale - 34,5 - - 38,5 - 
Gasolio - - 35,5 - - 37,9 
G.P.L. 46,0 - 25,0 50,0 - 27,2 
Legna secca 16,7 - - 18,4 - - 
Olio combustibile 41,0 - - 43,8 - - 




Per i combustibili che non contengono idrogeno né acqua al loro interno, non 
risultano differenze tra potere calorifico inferiore e superiore; in genere nella 
prevenzione incendi viene considerato sempre il potere calorifico inferiore 
[32 e 33]. 
 
 
3.3 Combustibili e modalità di combustione 
 
Si definiscono [22],[34]  combustibili le sostanze in grado di reagire con 
l’ossigeno (o con un altro comburente) dando luogo ad una reazione di 
combustione. I componenti principali dei combustibili più usati sono il 
carbonio (C) e l’idrogeno (H), definiti elementi utili in quanto conferiscono al 
combustibile due principali requisiti: sviluppare calore in notevole quantità e 
dare una combustione completa con la minima produzione di sostanze 
inquinanti. I vari tipi di combustibili possono essere classificati in base allo 
stato fisico (a temperatura e pressione ambiente) differenziandosi in 
combustibili liquidi, gassosi e solidi.  
Tabella 3. 7 - Classificazione dei combustibili 
Combustibili solidi 
NATURALI Carbon fossili (torba, lignite, 
litantrace, antracite), 
Legna 
DERIVATI Coke (di carbon fossile) 
Carbone di legna 
Agglomerati vari 
Combustibili liquidi 
NATURALI Petrolio greggio 
 




NATURALI Gas naturale (metano, 
butano, etc.) 
 
DERIVATI Gas di città e di cokeria, 
gas di generatori, gas di raffineria, 
acetilene, idrogeno 
 




Un’altra classificazione possibile si basa sull’origine dei combustibili, 
distinguendo tra combustibili naturali e derivati. I combustibili naturali si 
adoperano così come si trovano in natura, quelli derivati vengono forniti 
quali prodotti di trasformazione di combustibili naturali o di particolari 




3.3.1 Combustibili solidi 
 
I combustibili solidi sono i più abbondanti e quelli che vengono usati da più 
tempo. Ad essi appartiene il più antico ed il più noto fra i combustibili: il 
legno. Stesse caratteristiche presentano tutte le sostanze che derivano dal 
legno come la carta, il lino, la juta, la canapa, il cotone, etc. Una caratteristica 
importante è la pezzatura, definita come il rapporto tra il volume e la sua 
superficie esterna {9}. Se un combustibile ha una grande pezzatura vuol dire 
che le sue superfici a contatto con l’aria sono relativamente scarse ed inoltre 
ha una massa maggiore per disperdere il calore che gli viene somministrato. 
In pratica un pezzo piccolo prende fuoco facilmente anche con sorgenti a 
temperatura relativamente bassa, mentre un pezzo sufficientemente grande 
prende fuoco con molta più difficoltà [22],{10}. In generale, sia per i 
combustibili solidi che per quelli liquidi, si ha che quando il combustibile è 
suddiviso in piccole particelle, la quantità di calore da somministrare è tanto 
più piccola quanto più piccole sono le particelle, sempre che naturalmente si 
raggiunga la temperatura di accensione. Così il legno che in grandi 
dimensioni può essere considerato un materiale difficilmente combustibile, 
quando invece è suddiviso allo stato di segatura o di polvere può dar luogo 
addirittura ad esplosioni. Per un combustibile solido diventa quindi 
fondamentale la sua suddivisione. Una grossa pezzatura comporta un basso 
rischio di incendio, mentre con una pezzatura piccola lo stesso materiale 




risulta molto pericoloso. Va notato che nel caso di materiali di grossa 
pezzatura diventa rilevante non solo il fatto che la sorgente di calore abbia 
una temperatura elevata ma anche il tempo di esposizione alla sorgente di 
calore. Altri combustibili solidi sono i carboni fossili come lignite, litantrace, 
antracite, la torba e gli agglomerati.  
La combustione dei solidi {11} è un fenomeno più complesso rispetto a 
quella dei liquidi o dei gas poiché solitamente il processo avviene per stadi e 
prevede diverse modalità di combustione contemporaneamente presenti: una 
combustione con fiamma, una combustione a brace e la piroscissione delle 
sostanze solide. Per effetto dell’innalzamento della temperatura i solidi 
subiscono un processo di degradazione del materiale superficiale che 
comporta la demolizione delle molecole costituenti ed emissione di sostanze 
volatili infiammabili (processo di distillazione detto pirolisi) che a contatto 
con l’aria bruciano con fiamma (appunto combustione con fiamma) 
[17],[24],[29]; inoltre una parte del calore prodotto dà luogo all’instaurarsi di 
una reazione esotermica capace di autosostenersi, infatti riscalda la massa 
adiacente del combustibile con emissione di ulteriori sostanze volatili 
infiammabili (altra pirolisi) che alimenteranno e manterranno la fiamma e la 
combustione prosegue in questo modo fino all’esaurirsi di tutti i vapori 
infiammabili per poi proseguire sotto forma di brace. Poiché il fenomeno 
impegna notevoli quantità di energia, nonostante i solidi possano sviluppare 
ingenti quantità di calore e volumi di fumi, finiscono per bruciare con 
velocità inferiore  a quella dei gas e dei liquidi. La combustione a brace 
(combustione lenta senza formazione di fiamme), si manifesta quando 
l’ossigeno dell’aria penetra all’interno del solido in combustione attraverso 
fessurazioni in esso presenti, porosità o crepe provocate dal calore stesso 
della combustione e da fenomeni di piroscissione. Inoltre il processo di 
combustione delle sostanze solide porta alla formazione di braci che sono 
costituite dai prodotti della combustione dei residui carboniosi della 
combustione stessa, mentre i residui della combustione di materiali solidi 




vengono chiamati ceneri. Bisogna però distinguere dai solidi che fondono 
prima di passare allo stato aeriforme per i quali la combustione è analoga a 
quella dei gas e dei liquidi, dai solidi che possono bruciare passando 
direttamente dallo stato solido ad aeriforme senza fondere. La combustione 
delle sostanze solide è caratterizzata dai diversi parametri che fanno in modo 
che la velocità di combustione dei solidi non sia costante: dalla pezzatura 
(una volta innescata la combustione procede in modo tanto più rapido e 
vorace quanto maggiore è il grado di suddivisione dei materiali potendo 
giungere più ossigeno sulle superfici libere) e forma del materiale, dal grado 
di porosità del materiale, dagli elementi che compongono la sostanza, dal 
contenuto di umidità del materiale, condizioni di ventilazione e di efflusso di 
aria, dalla dispersione nell’ambiente del calore sviluppato, dalla disposizione 
delle sostanze rispetto al fronte di avanzamento del fuoco, dalla geometria dei 
luoghi. A seconda delle temperature in gioco, della velocità di combustione, 
della natura delle sostanze coinvolte nell’incendio possono formarsi prodotti 
chimici molto diversi e in percentuali molto variabili. In generale il volume 
di gas combustibili e vapori prodotti nel corso degli incendi è dell’ordine di 
molte centinaia di litri per chilogrammo di materiale solido coinvolto e se 
diluiti nell’aria e dilatati dal calore, possono addirittura raggiungere volumi 
dell’ordine di molte migliaia di litri per chilogrammo di solido. Possiamo 
infine definire incombustibili solidi le sostanze che non bruciano, mentre i 
combustibili solidi possono distinguersi in: 
 difficilmente combustibili (sostanze che prendono fuoco a contatto con 
la sorgente di ignizione e smettono di bruciare appena quest’ultima si 
allontana); 
 combustibili (sostanze che prendono fuoco a contatto con la sorgente 
d’ignizione e che sono capaci di continuare a bruciare da sole); 
 facilmente accendibili (sostanze che iniziano a bruciare rapidamente 
per effetto di una sorgente d’ignizione debole come una scintilla o 
corto circuito); 




 difficilmente accendibili (sostanze che prendono fuoco per effetto di 
una elevata sorgente d’ignizione). 
 
 
3.3.2 Combustibili liquidi 
 
I combustibili liquidi {11} sono, tra i combustibili, quelli che presentano il 
più elevato potere calorifico per unità di volume. Quelli artificiali sono pochi 
e di scarsa importanza, mentre ben più importante è la classe dei naturali, alla 
quale appartengono i petroli e dei derivati (benzina, cherosene, gasolio e olio 
combustibile). In generale tutti i combustibili liquidi sono in equilibrio con i 
propri vapori, che si sviluppano in misura differente a seconda delle 
condizioni di pressione e di temperatura, sulla superficie di separazione tra 
liquido e mezzo che lo sovrasta. I liquidi infiammabili non bruciano come tali 
ma come vapori originati in corrispondenza della superficie dei liquidi che si 
comportano come gas combustibili, e la combustione avviene quando  i 
vapori, miscelandosi con l’ossigeno dell’aria in concentrazioni comprese nel 
campo di infiammabilità, sono opportunamente innescati. Pertanto per 
bruciare in presenza di innesco, un liquido infiammabile deve passare dallo 
stato liquido allo stato vapore. L’indice della maggiore o minore 
combustibilità di un liquido è fornito dalla temperatura di infiammabilità 
(tanto più bassa è tale temperatura più grave è il pericolo di incendio)  e in 
base ad essa i combustibili liquidi vengono catalogati come visto parlando 
della temperatura di infiammabilità in categoria A, B, o C. Pertanto, al 
raggiungimento di tale temperatura la superficie del liquido emette vapori in 
quantità tali che, mescolati con l’aria, danno luogo a una combustione in 
presenza di innesco. Il calore sviluppato provoca l’evaporazione di ulteriore 
liquido che, combinandosi con l’ossigeno dell’aria, mantiene la combustione. 





Figura 3. 7 - Temperature di infiammabilità in °C 
 
Altri parametri che caratterizzano i combustibili liquidi sono la temperatura 
di accensione e di infiammabilità, i limiti di infiammabilità, la viscosità e la 
densità dei vapori. Tanto più è bassa la temperatura di infiammabilità tanto 
maggiori sono le probabilità che si formino vapori in quantità tali da essere 
incendiati. Particolarmente pericolosi sono quei liquidi che hanno una 
temperatura di infiammabilità inferiore alla temperatura ambiente, in quanto 
anche senza subire alcun riscaldamento, possono dar luogo ad un incendio. 
Fra due liquidi infiammabili entrambi con temperatura di infiammabilità 
inferiore alla temperatura ambiente è comunque da preferire quello a più alta 
temperatura di infiammabilità in quanto a temperatura ambiente emetterà una 
minore quantità di vapori infiammabili, diminuendo così le possibilità che si 
formi una miscela aria - vapori nel campo d’infiammabilità. Ulteriori 
elementi negativi per quanto riguarda il pericolo di incendio sono 
rappresentati da: 
 bassa temperatura di accensione del combustibile, che comporta una 
minore energia di attivazione per dare inizio alla combustione; 




 ampio campo di infiammabilità, in quanto risulta più esteso 
l’intervallo di miscelazione vapore - aria per il quale è possibile 
l’innesco e la propagazione dell’incendio. 
Un’ultima considerazione [22] si deve fare a proposito della densità dei 
vapori infiammabili, definita come la massa per unità di volume di vapori del 
combustibile. I combustibili più pericolosi sono quelli più pesanti dell’aria, in 
quanto in assenza o scarsità di ventilazione tendono ad accumularsi e a 




3.3.3 Combustibili gassosi 
 
Fra i combustibili gassosi naturali, i più importanti sono senza dubbio gli 
idrocarburi gassosi: metano, etano, propano e butano, mentre fra i 
combustibili gassosi artificiali merita un cenno l’idrogeno. Questi 
combustibili sono migliori dei combustibili liquidi naturali perché sono 
generalmente molto puri, possono essere miscelati facilmente con l’aria (e 
quindi con l’ossigeno) per avere un’ottima combustione e bruciano senza 
dare origine a sostanze incombuste e a fumi. L’unico rischio, comune 
peraltro a quasi tutti i combustibili naturali, consiste nella possibile 
formazione di monossido di carbonio se la disponibilità di ossigeno è 
limitata. I gas in base alle loro caratteristiche fisiche vengono divisi in:  gas 
leggeri e gas pesanti [22]. I primi presentano densità rispetto all’aria inferiore 
a 0,8 (idrogeno, metano, etc.) e una volta  liberati dal proprio contenitore 
tendono a stratificare verso l’alto. I secondi invece hanno una densità rispetto 
all’aria superiore a 0,8 (GPL, acetilene, etc.) e quando sono liberati dal 
proprio contenitore tendono a stratificare e a permanere nella parte bassa 
dell’ambiente e a penetrare in cunicoli o aperture praticate a livello del piano 
di calpestio. 




Il comportamento dei combustibili gassosi [17] è analogo a quello dei vapori 
dei liquidi infiammabili anche se bisogna tenere presente che il sistema 
gassoso (combustibile-comburente) può essere o chimicamente uniforme 
(combustibile-comburente mescolati prima dell’ignizione) oppure 
chimicamente non uniforme (ignizione e combustione avvengono 
simultaneamente al mescolamento del gas e del comburente). Per questi 
combustibili oltre alla presenza del materiale combustibile, del comburente e 
di un punto d’ignizione a temperatura uguale o superiore a quella del 
materiale combustibile deve sussistere una quarta condizione, cioè che la 
proporzione relativa del combustibile gassoso rispetto a quella del 
comburente gassoso (ossigeno o aria) deve essere compresa entro i limiti 
inferiore e superiore di infiammabilità [15]. 
Le combustioni con fiamma sono possibili solo quando le sostanze 
incendiabili sono in fase gas o vapore e abbiamo visto che combustioni 
possono aver luogo solo quando la percentuale delle sostanze disperse in aria 
è compresa entro due valori, uno minimo e l’altro massimo, chiamati 
rispettivamente limite inferiore e superiore di infiammabilità; il fenomeno è 
chiaramente mostrato nella figura 3.8 e l’andamento  può essere spiegato 
dalla teoria cinetica del calore [29]. Fino a quando le molecole combustibili 
disperse in aria non raggiungono un numero sufficientemente elevato, le 
collisioni con le molecole di ossigeno e le conseguenti ossidazioni non 
riescono a generare, nell’intorno del punto in cui avvengono, una 
temperatura, ossia un incremento di energia cinetica delle particelle 
circostanti, pari o superiore a quella occorrente all’innesco delle reazioni a 
catena che caratterizzano le combustioni con fiamma. 





Figura 3. 8 - Campo di infiammabilità  di miscele infiammabili 
 
Successivamente, aumentando il numero delle molecole combustibili, cresce 
il numero delle ossidazioni possibili e la quantità globale di calore rilasciato. 
Questa crescita cessa allorquando tutte le molecole di ossigeno possono 
combinarsi con le molecole combustibili presenti nella miscela. Superato un 
certo rapporto (detto stechiometrico), l'intensità della combustione non può 
che decrescere perché una quota parte dell’energia cinetica attivata dalle 
ossidazioni viene assorbita e dispersa dalle innumerevoli collisioni 
improduttive che hanno luogo con particelle inerti a causa dell’insufficiente 
numero di molecole di ossigeno contenute nella miscela. Le reazioni a catena 
che sostengono la fiamma a un certo punto cessano e il processo di 
combustione si arresta. Ciò avviene ovviamente quando il numero delle 
molecole combustibili raggiunge e supera il valore cui corrisponde, in termini 
percentuali il limite superiore di infiammabilità.  
I limiti di infiammabilità variano sensibilmente da sostanza a sostanza {12} e 
dipendono, per una stessa sostanza, da molteplici fattori quali la pressione 
alla quale avviene la combustione, la temperatura della fonte di accensione, il 
tempo durante il quale opera tale fonte, la turbolenza della miscela, la 
geometria dell’ambiente, la quantità di calore che si sviluppa con la 




combustione, i calori specifici delle sostanze reagenti; in presenza di gas 
inerti, inoltre, si ha una notevole contrazione del campo di infiammabilità, un 
aumento di pressione produce di regola un allargamento di detto campo e lo 
stesso effetto provocano gli aumenti di temperatura. L’accensione nel caso di 
combustione con fiamma richiede che in un punto almeno delle miscele 
aeriforme-aria la temperatura sia portata per un certo tempo, detto di 
induzione, al di sopra di un determinato valore e la combustione ottimale si 
ha quando il rapporto fra combustibile e comburente (detto stechiometrico) è 
tale che tutti gli atomi di ossigeno e tutti gli atomi combustibili presenti in 
esse si combinano fra loro.  
Nel caso dei liquidi la combustione con fiamma può sostenersi solo se 
evapora una quantità di liquido sufficiente a formare una miscela vapore–aria 
compresa nei limiti di infiammabilità. Nei liquidi infiammabili avviene un 
continuo rilascio nell’ambiente di vapori formanti miscele infiammabili, 
poiché l’energia termica sottratta dalle molecole che evaporano viene 
reintegrata dagli scambi termici fra liquido e ambiente, per cui risultano 
molto pericolosi potendosi formare sacche esplosive nelle zone più basse o in 
cavità in cui i vapori, più pesanti dell’aria, si raccolgono e per i quali basta 
una fonte di ignizione di bassissima energia perché segua una esplosione cui 
segua un incendio. Invece risultano molto meno pericolosi i liquidi 
combustibili che non rilasciano una quantità di vapori sufficiente a formare 
miscele infiammabili. Per entrambi i tipi di liquidi le miscela vapore–aria 
bruciano solitamente con la cosiddetta fiamma di diffusione {12}: l’ossigeno 
dell’aria si diffonde nella massa di vapori e gas creando le condizioni per 
l’innesco e il sostentamento della combustione con fiamma e le miscele 
rilasciano energia raggiante in quantità notevoli sotto forma di fotoni. I fotoni 
(energia elettromagnetica) investono la superficie del liquido cui cedono 
calore sufficiente a mantenere l’evaporazione e a sostenere la fiamma per cui 
il liquido si scalda in superficie rilasciando vapore che alimenta il fuoco e 
determinando così un aumento della vivacità delle fiamme, del calore 




sviluppato e del volume e temperatura media dei fumi e susseguente ulteriore 
riscaldamento del liquido e formazione di vapore. Il fenomeno interessa però 
solo lo strato superficiale di liquido che dilatandosi per effetto del calore 
risulta più leggero degli strati sottostanti più freddi e non si verifica il 
rimescolamento che si avrebbe in caso di riscaldamento dal basso. 
Successivamente, aumentando il numero di molecole che evaporano, le 
molecole di ossigeno, che procedono controvento, trovano difficoltà crescenti 
a diffondere nel vapore sempre più denso sul pelo libero del liquido. Di 
conseguenza la base delle fiamme si innalza rispetto alla superficie e 
diminuisce l’energia  calorica trasmessa da esse al liquido; per cui si osserva 
una diminuzione dell’evaporazione e un raggiungimento di un equilibrio 
chimico che si protrae fino all’esaurimento del liquido [24]. 
 
 
3.4 Condizioni necessarie per l’innesco e autosostentamento  
 
Alla luce delle considerazioni viste sulla combustione con fiamma si può 
affermare che l’innesco e l’autosostentamento dell’incendio risultano 
possibili al verificarsi delle seguenti condizioni [24],[29]  : 
1) contemporanea presenza, in un certo spazio, di sostanze combustibili 
(in qualunque stato fisico)  e aria sufficientemente ricca di ossigeno; 
2) presenza di sostanze combustibili allo stato aeriforme o possibilità di 
pervenire ad esso, in modo da formare con il comburente miscele 
comprese entro i limiti di infiammabilità. 
3) somministrazione di calore ad elevata temperatura, in almeno un punto 
della miscela, attraverso una qualunque sorgente (fiamma, scintilla, 
scarica elettrica, corpo caldo, etc.).  Il calore deve essere  fornito per 
un tempo sufficiente a: 
a. nel caso di miscele infiammabili in aria con composizione 
compresa entro i limiti di infiammabilità, vincere le forze di 




legame agenti fra gli atomi che costituiscono le molecole delle 
sostanze e innescare l’ossidazione a catena degli atomi di 
carbonio, idrogeno e degli elementi ossidabili presenti nella 
miscela, in modo da poter formare nuove molecole differenti 
con sviluppo di ingenti quantità di energia ad elevate 
temperature; 
b. nel caso dei liquidi combustibili, indurre la loro preventiva 
evaporazione in quantità sufficiente a formare miscele vapore – 
aria comprese nei limiti di infiammabilità e innescare la 
combustione; 
c. nel caso delle sostanze solide combustibili, provocare la 
demolizione termica (pirolisi) di almeno una piccola porzione 
di solido con conseguente formazione di prodotti aeriformi tali 
da formare con l’aria miscele combustibili comprese entro i 
limiti di infiammabilità e di innescare la combustione; 
d. generare, nello spazio circostante la zona di combustione, una 
temperatura non inferiore a quella occorrente a sostenere il 
processo di combustione al cessare della somministrazione di 
calore da parte della fonte di ignizione; 
4) attivazione di un tiraggio, da parte del calore generato dalla 
combustione, sufficiente a indurre l’evacuazione dei fumi dallo spazio 
in cui si formano e concomitante afflusso di aria fresca recante 
ossigeno in quantità sufficiente a sostenere le reazioni di ossidazione a 
catena che caratterizzano le combustioni con fiamma.  
L’incendio una volta innescato, in assenza di appropriati interventi repressivi, 
prosegue aumentando o scemando di intensità in dipendenza della quantità e 
natura delle sostanze combustibili presenti o che man mano pervengono e del 
flusso di aria occorrente al mantenimento delle condizioni viste. Va 
comunque precisato che un incendio può propagarsi anche a distanze 
ragguardevoli se l’energia elettromagnetica irraggiata è talmente 




considerevole che le sostanze combustibili investite da tale flusso subiscono 
aumenti di temperatura tali da instaurare in esse le condizioni occorrenti per 
la combustione con fiamma. Inoltre l’evoluzione dell’incendio è sempre 
influenzata in maniera considerevole dal tiraggio; ad incendio avvenuto è di 
regola la quantità di aria fresca che perviene alla radice del fuoco a 
determinare il numero di reazioni di ossidazione contemporaneamente  
possibili e quindi il vigore delle fiamme. 
 
 
3.5 Provvedimenti per condizionare l’evoluzione degli incendi 
 
Vista la necessità della concomitanza delle condizioni precedenti per 
l’insorgenza degli incendi e l’autosostentamento,  è pertanto possibile influire 
sull’evoluzione degli incendi in modo da impedirne l’espansione, contenerne 
gli effetti ed ottenerne lo spegnimento nei seguenti modi [20],[35] : 
1) sottraendo, mediante urti parassiti e improduttivi con minutissime 
particelle di sostanze incombustibili disperse nella zona delle fiamme, 
gran parte dell’energia cinetica alle particelle ossidabili presenti ossia 
raffreddando; 
2) ostacolando il tiraggio della combustione, ossia l’evacuazione dei fumi 
e quindi l’afflusso di aria fresca ricca di ossigeno; per tiraggio bisogna 
intendere sia il movimento dell’aria che alimenta il fuoco, sia quello 
dei fumi prodotti dal fuoco stesso che per spinta archimedea 
ascendono nell’aria ambiente o in condotti appositamente predisposti. 
3) sottraendo o riducendo la massa delle sostanze combustibili che 
possono essere coinvolte nel fenomeno; 
4) immettendo nelle miscele infiammabili, che alimentano le fiamme, 
sostanze aventi la proprietà di influire negativamente sui meccanismi 
che sostengono le reazioni a catena che portano alla generazione delle 
fiamme. Tali sostanze, incorporanti di solito atomi di cloro, bromo, 




fluoro e iodio, opererebbero secondo la più accreditata teoria sui 





Un’esplosione [17], [20], [27], [36 a 38], è causata dalla liberazione 
rapidissima, incontrollata ed inarrestabile di energia e si manifesta con 
produzione di un’onda meccanica (sovrapressione) accompagnata da un 
fragore (boato) e nelle esplosioni termiche da luce e calore. Le esplosioni 
termiche derivano unicamente da un processo di combustione in cui la 
velocità di reazione è estremamente elevata e caratterizzata dalla produzione 
nell’unità di tempo di un volume di gas ad alta temperatura e in quantità 
enorme e da una rapidissima espansione che partendo dal centro 
dell’esplosione diffonde pressione e calore a livelli elevati. Se di grande 
rilevanza possono essere prodotte da miscele infiammabili di gas e vapori, da 
polveri combustibili sospese in aria e da esplosivi. L’energia di 
un’esplosione, fondamentalmente liberata sottoforma di onda di scoppio, si 
suddivide in tre forme: un lavoro meccanico di compressione che irradiato 
dal centro di esplosione si esercita sul mezzo circostante, calore e energia 
cinetica associata al vento susseguente l’onda di scoppio. Col procedere del 
fronte d’onda si verifica un trasferimento dell’energia dell’onda agli strati che 
vengono attraversati, per cui l’aria subisce una compressione muovendosi 
nella direzione dell’onda e l’energia si distribuisce nello spazio con valori 
inversamente proporzionali al quadrato della distanza (onda sferica). Dopo 
una frazione di secondo in cui si crea una regione di pressione positiva segue 
una fase di risucchio in cui la pressione è sotto il livello atmosferico e si 
determina un’onda retrograda con il vento che inverte la direzione. L’onda 
anteriormente è delimitata da un fronte d’urto che comprime e riscalda gli 




strati successivi fino a far raggiungere la temperatura di accensione della 
sostanza o a produrne la decomposizione negli esplosivi e il calore che si 
sussegue nelle reazioni successive mantiene costante l’intensità e la velocità 
del fronte d’urto. 
Si parla di deflagrazione quando la reazione esotermica si propaga a velocità 
inferiore a quella del suono (nell’ordine delle centinaia di metri al secondo) e 
nel caso si determinano aumenti della pressione 8 volte maggiori della 
pressione iniziale; si parla invece di detonazione se la velocità della reazione 
è superiore di quella del suono (340 m/s) nel qual caso si determinano 
aumenti della pressione di 20 volte la pressione iniziale. Mentre nelle 
deflagrazioni l’onda di pressione (onda d’urto) è molto più veloce dell’onda 
di combustione, nella detonazione le due velocità differiscono solo 
lievemente in dipendenza di diversi fattori (il tipo di combustibile, il rapporto 
di miscelazione col comburente, la pressione esterna o la temperatura). 
Impropriamente si adopera il termine di esplosione per alcuni fenomeni che 
non costituiscono in effetti esplosioni termiche: 
1) Bleve: esplosione connessa alla rottura di recipienti contenenti gas 
liquefatti sotto pressione, per cause accidentali o perché esposti a fonte 
di calore. Poiché il liquido nel contenitore è a una temperatura molto 
al di sopra del suo punto di ebollizione a pressione atmosferica, nel 
momento della rottura del recipiente, la pressione interna decresce 
rapidamente e una parte del liquido evapora rapidamente producendo 
un volume di vapore notevolmente maggiore del volume del liquido; 
la rapida esplosione dei vapori determina così una vera e propria onda 
d’urto meccanica che può portare alla proiezione di frammenti del 
contenitore a distanza; inoltre se la sostanza è infiammabile per effetto 
della vaporizzazione del prodotto si può determinare una nube 
ulteriormente  suscettibile di esplosione termica. 
2) Esplosioni fisiche: fenomeni che si determinano per effetto del 
contatto esteso e immediato di liquidi molto caldi o di metalli fusi o 




liquidi criogenici con l’acqua e qualora il vapore derivante dal 
fenomeno risulti infiammabile ne può conseguire un’esplosione 
termica. 
3) Scoppi da sovrapressioni: fenomeni che si determinano per 
cedimento meccanico di tubazioni o recipienti attraversati o contenenti 
fluidi sotto pressione accompagnati da un’onda d’urto meccanica e 
proiezione di frammenti e in seguito al rilascio nello scoppio di 
sostanze combustibili prodotte ne può conseguire, in presenza di 
temperatura di accensione, un incendio o un’esplosione termica. 
 
 
3.6.1 Esplosione di miscele infiammabili di gas o vapori 
 
In caso di miscele aeriformi combustibili con aria confinate all’interno di 
locali o recipienti, con composizione compresa tra i limiti di infiammabilità, 
e per circostanze legate alle caratteristiche dimensionali dei luoghi, cavità o 
involucri nei quali i fenomeni avvengono, può accadere che la velocità con 
cui il fronte di fiamma si propaga assuma valori molto elevati da portare a 
una pressoché istantanea combustione completa di tutta la miscela. Di 
conseguenza è impedita la propagazione del calore nell’intorno, vista la 
rapidità della combustione e tutto il calore  sviluppato permane nei prodotti 
della combustione che possono raggiungere temperature e pressioni 
sufficienti a dar luogo al fenomeno esplosivo e a produrre effetti distruttivi 
gravi, specie se la miscela satura delle cavità o ambienti chiusi. Se inoltre la 
velocità con la quale si libera il calore nella reazione è maggiore di quella con 
la quale il calore si disperde all’esterno, si verifica un aumento istantaneo 
della temperatura che accelera ulteriormente la velocità di reazione, liberando 
di conseguenza una quantità ancor maggiore di calore  con la miscela che 
reagisce in tempi brevissimi consumandosi per effetto di un’onda di 
combustione che accelerandosi a causa della turbolenza e dell’agitazione 




della miscela passa da un’onda di combustione lenta a un’onda di 
detonazione ad alta velocità. 
 
 
3.6.2 Esplosione di polveri combustibili sospese in aria 
 
Le polveri di sostanze ossidabili sospese in aria presentano gli stessi rischi di 
incendio e di esplosione dei gas e vapori infiammabili, anche se per 
l’ignizione occorrono energie sensibilmente più grandi di quelle richieste 
dalle miscele di gas e vapori in aria. L’incendiabilità ed esplosività dipende 
da molti fattori tra cui la granulometria e distribuzione delle polveri che 
possono trovarsi depositate in strati (nel qual caso danno luogo a una normale 
combustione) o sospese in aria (in cui possono assimilarsi ai gas come 
comportamento e dar luogo a ignizione o esplosione a seconda se la 
concentrazione rientra nei limiti di infiammabilità), dalla composizione della 
miscela, dalla presenza di umidità e dall’energia della sorgente di ignizione. 
Le principali norme UNI di riferimento sono: la UNI EN 26184/1 
(Determinazione degli indici di esplosioni di polveri combustibili in aria), la 
UNI EN 26184/2 (Determinazione degli indici di esplosione di gas 
combustibili in aria), UNI EN 26184/3 (Determinazione degli indice di 




3.7 Autocombustione  
 
Si verifica l’autocombustione o combustione spontanea [15],[17],[39]  
quando una sostanza combustibile, senza l’intervento di uno specifico 
innesco esterno, si ossida naturalmente con progressivo incremento della 




velocità di reazione fino a degenerare in una vera e propria combustione. Il 
fenomeno ha origine da un processo chimico naturale di ossidazione 
spontanea: quando un materiale combustibile è esposto all’aria si ossida 
(reazione con produzione di calore) e si verifica una combustione lenta e se il 
calore non viene disperso da una sufficiente ventilazione il combustibile 
continua a ossidarsi e a riscaldarsi fino ad arrivare alla temperatura di 
ignizione e si ha la trasformazione da combustione lenta in combustione viva 
(autocombustione). Il processo può essere attivato da diversi fattori: 
 reazione chimica diretta di ossidazione all’aria ad azione rapida e 
talvolta istantanea (polveri metalliche, magnesio, trucioli) o ad azione 
lenta (carboni, oli, stracci unti); 
 iniziale azione di microrganismi, fenomeno di fermentazione con 
sviluppo di sostanze gassose e innalzamento della temperatura (farine, 
carta da macero, oli vegetali ed animali); 
 reazione con l’acqua o con l’umidità dell’aria (calce, sodio, potassio); 
 decomposizione chimica (perossidi, acetilene, nitrocellulose); 
 azione dell’ossigeno puro (grassi, oli, carbone, vernici); 
 presenza di ossidanti diversi dall’ossigeno o di catalizzatori (fluoro). 
Affinché si verifichi l’autocombustione occorre la coesistenza di molti fattori 
favorevoli: entità del cumulo (infatti se le sostanze sono immagazzinate a 
mucchi può accadere che il calore prodotto non riesca a disperdersi 
all’esterno e si accumula nella massa della sostanza e la temperatura interna 
si innalza sempre più, determinando un’accelerazione della reazione e 
ulteriore sviluppo di calore finché può raggiungersi la temperatura di 
accensione), particolare geometria della superficie esterna che renda il 
contatto combustibile-comburente elevato, presenza di umidità nel caso di 
innesco di fenomeno per trasformazione batterica, presenza di sufficiente 
quantità di aria all’interno della massa, scarsa ventilazione, temperatura 
ambientale senza notevoli escursioni (la temperatura elevata è una condizione 
maggiormente predisponente per l’autocombustione). 




Si possono suddividere le sostanze in materiali ad alto rischio di combustione 
spontanea (carbone di legna, colori ad olio, olio di lino e di pesce, stracci o 
tessuti di seta, cotone, canapa etc. imbevuti di colori ad olio), in materiali a 
basso rischio (acqua ragia vegetale, semi di cotone, olio di arachidi, di 
palma) e materiali a rischio moderato (feltri e cartoni bitumati, carta da 
macero umida, cuoi, fertilizzanti, stracci di lana unti, vernici raschiate, 
sintetici contenenti nitrati e materiale organico). 
 
 
3.8 I prodotti della combustione 
 
I prodotti della combustione [20],[22],[24] possono essere suddivisi in 4 
categorie: gas di combustione, fiamma, calore e fumo. Per gas di 
combustione si intendono quei prodotti  della combustione che restano allo 
stato gassoso anche quando vengono raffreddati  alla temperatura ambiente 
(15 °C), quindi non è compreso il vapore d’acqua  che alla temperatura 
ambiente è liquido. I gas che si formano, prodotti corrosivi e tossici, 
dipendono da molte variabili, ma essenzialmente dalla composizione chimica 
dei combustibili, dalla quantità di ossigeno disponibile e dalla temperatura 
che si raggiunge durante l’incendio. Tra i gas di combustione troviamo 
innanzitutto anidride carbonica CO 2  (gas asfissiante) se è presente ossigeno 
in abbondanza, ossido di carbonio CO (tossico e costituisce il pericolo più 
grande) se l’ ossigeno è scarso, poi si può trovare idrogeno solforato H 2 S 
(derivante da materiali contenenti zolfo come gomma, lana e pelli, è tossico 
se in percentuali elevate), anidride solforosa  SO 2  (irritante), acido cianidrico 
HCN (altamente tossico anche se si forma in quantità modeste generalmente), 
acido cloridrico HCl (altamente corrosivo, deriva dalla combustione di 
sostanze contenenti cloro come le materie plastiche), vapori nitrosi (ossido e 
perossido di azoto altamente tossici), fosgene COCl 2   (altamente tossico, è 




presente nella combustione di materiali contenenti cloro), ammoniaca NH 3  
(sostanza intossicante, derivante da materiali contenenti azoto) ed aldeide 
acrilica o acroleina CH 2 CHCHO (altamente tossica derivante dalla 
combustione di prodotti derivati dal petrolio), acido fluoridrico (tossico e 
prodotto dalla combustione di quasi tutte le materie plastiche). 
Il calore è l’energia che si sviluppa durante la combustione ed è la causa 
principale della propagazione dell’incendio determinando l’innalzamento 
della temperatura dell’ambiente e del sistema combustibile/comburente, è la 
causa dei danni arrecati al patrimonio e rappresenta un pericolo per le 
persone. Il flusso di energia termica procede sempre nel verso delle 
temperature decrescenti e cessa quando l’energia cinetica media perviene a 
un identico valore o livello. La trasmissione del calore è noto che può 
avvenire [15] per conduzione (il calore si trasferisce da un corpo ad un altro 
per diretto contatto) per irraggiamento o radiazione (il calore si trasferisce da 
un corpo all’altro, anche distanti fra loro, attraverso dei raggi calorifici che 
attraversano lo spazio interposto in tutte le direzioni) e per convezione (la 
trasmissione del calore avviene per interposizione di un fluido, un gas o un 
liquido).  
Il fumo è costituito da piccole particelle solide (aerosoli), liquide (nebbie) o 
vapori condensati in sospensione nell’aria. Le particelle solide sono costituite 
da catrami, particelle di carbonio, nerofumo ed altre sostanze incombuste 
presenti specie quando la combustione è incompleta perché avviene in 
mancanza di ossigeno e vengono trascinati dai gas caldi della combustione; le 
particelle liquide sono costituite essenzialmente da vapore d’acqua che si 
forma per evaporazione dell’umidità dei combustibili, ma soprattutto dalla 
combustione dell’idrogeno. Tale vapore d’acqua, quando i fumi si 
raffreddano al di sotto di 100 °C, condensa dando luogo a dei fumi bianchi, 
mentre i residui solidi, costituiti da incombusti e ceneri hanno invece colore 
nero. Il fumo si diffonde con velocità dell’ordine dei m/s arrecando danni al 
patrimonio e risulta pericoloso per le persone causando difficoltà di 




respirazione, soffocamento e scarsa visibilità ostacolando così sia la fuga 
delle persone che l’opera dei soccorritori.  
Le fiamme sono costituite dall’emissione di luce conseguente alla 
combustione di gas sviluppatisi in un incendio e rappresentano il principale 
veicolo dell’incendio permettendone la veloce propagazione oltreché un 
pericolo per le persone. In particolare nell’incendio di combustibili gassosi è 
possibile valutare dal colore della fiamma approssimativamente il valore 
raggiunto dalla temperatura di combustione [46]. 
 
 
Figura 3. 9 – Scala cromatica delle temperature nella combustione dei gas 
 
 
3.9 Dinamica di sviluppo di un incendio 
 
Esistono [17],[22],[27],[39],[ [41e 42] due diverse teorie relative alle fasi di 
un incendio per quanto riguarda l’andamento della temperatura in funzione 
della variabile tempo: 
 la prima suddivide in 3 fasi l’incendio (accensione, incendio vero e 
proprio ed estinzione), considerando il flash over (punto culmine 




dell’accensione) come il punto finale della prima fase ovvero il 
passaggio dalla fase di accensione a quella di incendio vero e proprio; 
 la seconda individua 4 fasi (propagazione, flash over, incendio vero e 
proprio, estinzione) e considera il flash over una fase vera e propria. 
Per motivi di chiarezza sembra opportuno considerare la schematizzazione in 
4 fasi. 
 
Figura 3. 10 - Diagramma temperatura tempo dell' incendio 
 
La prima fase, susseguente all’innesco, è detta  di ignizione (o di sviluppo o 
di prima propagazione e talvolta anche di induzione o covante) e il 
diagramma della temperatura T in funzione del tempo t presenta un 
andamento rettilineo indicante un aumento della temperatura proporzionale al 
trascorrere del tempo, ciò è dovuto fondamentalmente ad un ambiente freddo 
in cui il calore viene disperso e a quantità di calore prodotte che risultano 
modeste per effetto della dispersione, dell’evaporazione dell’ umidità dei 
combustibili solidi e per la cessione del calore al combustibile e alle strutture. 
L’inclinazione della retta e quindi la velocità dell’aumento di temperatura 
dipende dalle caratteristiche chimiche della sostanza, dalla disposizione delle 




sostanze combustibili e dalla presenza di discontinuità che ostacolano la 
propagazione, dallo stato di suddivisione del materiale, dalle condizioni di 
ventilazione. La maggior parte del calore prodotto dal focolaio di incendio è 
assorbita dai materiali circostanti per cui il fuoco può impiegare tempi anche 
molto lunghi prima di propagarsi all’intorno e sfociare in un incendio vero e 
proprio. Affinché i materiali solidi brucino, occorre infatti provocare 
innanzitutto l’evaporazione dell’umidità contenuta dopodiché verrà indotta la 
pirolisi, per cui la temperatura stazionerà per il tempo occorrente alla 
evaporazione su temperature di poco superiori ai 100 °C; poi, eliminata 
l’umidità, la temperatura aumenta. In questa fase le temperature sono 
piuttosto basse, con l’incendio che inizia con emissione di aerosol invisibili, 
avvertibili all’olfatto (puzza di bruciato) o con specifici rivelatori d’incendio. 
Successivamente inizia l’emissione di fumo visibile, seguito da emissione di 
piccole fiamme, che poi divengono sempre più vivaci ma il fuoco non risulta 
esteso a tutto il sistema, i danni sono lievi, lo spegnimento dell’incendio è 
facilmente ottenibile attraverso un intervento dei soccorritori, non pericoloso 
e le persone presenti possono tranquillamente porsi in salvo. Tale prima fase 
di sviluppo può essere brevissima, ma può anche durare per tempi lunghi 
(minuti o ore), in dipendenza delle caratteristiche del combustibile e 
dell’ambiente. 
La seconda fase, di passaggio dalla fase di prima propagazione a quella di 
propagazione generalizzata,  è detta flash over e il diagramma della 
temperatura T in funzione del tempo t presenta un andamento esponenziale 
indicante un aumento notevole della temperatura in un breve intervallo di 
tempo. In questa fase si verifica una notevole produzione di gas di 
distillazione che con l’aria dell’ambiente formano una miscela infiammabile 
innescata grazie alla temperatura raggiunta nella fase iniziale, dando inizio 
così a una combustione in fase gassosa, con i fuochi conseguenti che 
aumentano di numero e intensità e temperature che tendono a uniformarsi nei 
diversi punti. Si sviluppa in questo modo una notevole quantità di calore, con 




la temperatura che si innalza rapidamente (si raggiungono temperature di 600 
°C)  grazie a una minore dispersione di calore  e a una maggiore velocità  di 
combustione delle sostanze coinvolte che passa da 0,5 ÷  1 kg/minuto dell’ 
inizio combustione a 15 kg/min dopo il flash over. Questa fase si sviluppa 
dopo un tempo dall’accensione variabile da qualche minuto fino a 15 ÷ 20 
minuti con normali condizioni di alimentazione dell’aria e fino a 30 minuti 
per scarsa alimentazione dell’aria. Il flash over è un punto di non ritorno, uno 
stadio irreversibile, visto che l’incendio diventa incontrollabile e violento e al 
di là del quale vi è scarsa possibilità che l’incendio si spenga da solo prima 
che il combustibile sia esaurito, per cui è la fase più pericolosa dello sviluppo 
dell’incendio in quanto qualsiasi persona si trovasse nel luogo del sinistro 
non riuscirebbe a sopravvivere a causa delle condizioni ambientali che si 
verificano con spegnimento del fuoco che diventa difficoltoso e pericoloso 
per i soccorritori, per cui per contenere i danni occorre intervenire prima del 
flash over. I soffitti dei siti interessati dall’incendio e le parti alte delle pareti 
assorbono calore e lo irradiano verso il basso e si verifica un effetto feedback 
per il quale man mano che procede l’incendio si ripete il processo con il 
susseguente riscaldamento dei gas combustibili formatisi e dei materiali 
presenti. Una volta raggiunta la temperatura di ignizione tutti i materiali 
presenti prendono fuoco simultaneamente con conseguente combustione 
generalizzata e passaggio alla fase di incendio vero e proprio.  
La terza fase è detta fase di incendio vero e proprio (o centrale) in cui 
l’incendio manifesta al massimo i suoi elementi caratteristici (fiamme, fumo, 
calore), vede un andamento della temperatura prima crescente molto 
rapidamente ed in modo esponenziale e poi più lentamente fino al 
raggiungimento della massima temperatura (1100 °C), per poi stabilizzarsi e 
successivamente decrescere verso la fase finale dell’incendio. In caso di 
incendi di lunga durata la temperatura potrebbe anche stabilizzarsi qualora i 
fenomeni termodinamici interni ed esterni all’ambiente si stabilizzassero 
anch’essi. Ciò in realtà è impedito da altre condizioni come l’azione 




contrapposta dell’ossigeno dell’aria che da un lato, alimentando la 
combustione, contribuisce all’innalzamento della temperatura e dall’altro 
asporta il calore per convezione, determinando un raffreddamento 
dell’ambiente ed abbassamento della temperatura raggiunta. In questa fase si 
assiste al coinvolgimento nel processo di combustione  di tutte le sostanze 
combustibili presenti nell’ambiente e si possono verificare situazioni che 
espandono l’incendio come il cedimento di strutture, l’irraggiamento termico 
o la trasmissione del calore attraverso strutture, tiraggio, fiamme che escono 
da aperture ed interessano zone sovrastanti, gas combustibili che non 
bruciano per carenza di comburente ma trasportati fuori trovano aria 
sufficiente all’innesco, trasporto di particelle incandescenti (faville).  
Infine la quarta fase è detta di estinzione (o raffreddamento); dopo un tempo 
variabile in dipendenza della  quantità del combustibile, del suo stato di 
suddivisione e delle condizioni di ventilazione ed a prescindere da eventuali 
azioni di spegnimento, la temperatura decresce più o meno rapidamente per 
effetto del minor apporto di calore dovuto all’esaurirsi del combustibile e alla 
dissipazione di calore attraverso i fumi e di fenomeni di conduzione termica e 
quando la temperatura scende a 300 °C, con tendenza ulteriore a ridursi, 
l’incendio si considera esaurito. 
 
Vediamo ora l’influenza che può avere un intervento esterno sull’incendio 
per capire anche come può essere organizzato:  
 un intervento in fase di ignizione determina l’interruzione del 
fenomeno e poiché c'è un limitato sviluppo di energia termica, basterà 
una limitata energia d'intervento; 
 un intervento in fase immediatamente successiva al flash over, risulta 
inutile, perché la potenza che in quel momento si sta sviluppando non 
può essere contrastata da una adeguata potenza estinguente; anzi 
trovarsi sul posto proprio al momento del flash over è cosa abbastanza 
pericolosa, inoltre può succedere che aprendo il locale ove già da 




tempo è stata raggiunta la temperatura di flash over e quindi è in atto 
la fase di distillazione, si fornisce l’ossigeno per l’infiammazione 
generalizzata; 
 un intervento che avviene durante l’incendio vero e proprio, determina 
una  caduta più o meno rapida della curva T = f(t) in dipendenza del 
rapporto esistente tra la potenza dell’incendio e la potenza dei mezzi 
estinguenti. Certamente a quel punto è difficile conseguire la salvezza 
delle cose e delle persone coinvolte. Per cui è necessario disporre di 
uomini e di mezzi estinguenti in quantità adeguata a difendere anche le 
altre strutture attigue per modo che l’incendio non avanzi per 
conduzione, convezione o irraggiamento. Solo dopo essersi assicurati 
che l’incendio non può progredire è necessario affrontarlo impiegando 
con la massima efficacia possibile le risorse estinguenti disponibili; 
 infine  un intervento che avviene in fase di esaurimento dell’incendio, 
abbrevierà solamente la durata di tale fase. 
 
  
3.9.1 Osservazioni sulla curva T = f(t) 
 
Nella terza fase di incendio vero e proprio [29] si ha un andamento molto 
rapido in quanto in essa si verifica il massimo gradiente di temperatura e una 
notevole influenza dell’apporto di ossigeno e della ventilazione; infatti se vi è 
carenza di ossigeno viene ostacolata la formazione della miscela di vapori e 
ossigeno con gradiente risultante avente valore non elevato. Inoltre anche la 
temperatura massima risulta influenzata dalla presenza di ossigeno: se un 
ambiente è poco ventilato si produrrà molto fumo e le temperature 
risulteranno più basse, mentre se è troppo ventilato grandi quantità di calore 
saranno sottratte. Essendo le temperature di combustione generalmente 
superiori ai 1000 °C, la temperatura massima di un ambiente interessato ad 
un incendio si assume tra 850 °C e 950°C e una volta raggiunta non potrà 




essere mantenuta ma tenderà a decrescere lentamente in quanto si verificano 
fenomeni di incenerimento che ostacolano il contatto tra ossigeno e 
combustibile e rallentano le vaporizzazioni successive. Pertanto allo stato 
attuale della ricerca teorica e sperimentale non risulta possibile individuare 
delle relazioni che permettano di prevedere in un incendio reale l’energia 
termica sviluppata, la massima temperatura raggiunta nei vari punti 
dell’ambiente interessato e la durata effettiva della combustione a causa dei 
molteplici parametri da tenere in considerazione e che interessano il 
fenomeno. Però al fine di stabilire il minimo grado di resistenza al fuoco che 
debbano avere le strutture e i materiali da utilizzare nelle costruzioni per 
evitare pericoli in caso di incendio occorre disporre di valori di riferimento 
delle temperature massime raggiungibili in un dato ambiente in relazione alla 
durata dell’incendio. A tale scopo sono state effettuate delle prove di 
incendio in scala reale utilizzando come materiale combustibile legno 
asciutto (avente un potere calorifico noto e pezzature calibrate) e variandone 
il rapporto fra il peso e la superficie dell’ambiente. In questo modo sono state 
ottenute delle famiglie di curve parametriche in cui la temperatura massima 
ambientale mostrava una tendenza alla stabilizzazione con il crescere del 
quantitativo di combustibile bruciato piuttosto che una crescita indefinita. 
Questa curva, detta curva standard viene utilizzata nella costruzione di 
elementi soggetti a rischio incendio e ad essa bisogna attenersi per la crescita 





In realtà [24] essa non deve essere considerata l’andamento effettivo di un 
qualsiasi incendio reale in quanto
decrescente dell’incendio, essendo sempre crescente col tempo; non fornisce 
indicazioni sulle temperature durante il flashover
combustione materie plastiche combustibili allo stato espanso; non tiene 
conto del tiraggio; non fornisce la temperatura media effettiva di un ambiente 
colpito da incendio. Sperimentalmente si è notato che era possibile correlare
il peso in chilogrammi per metro quadrato di legno secco utilizzato per 
alimentare gli incendi con la loro durata e la temperatura massima associata a 
tale durata che veniva fornita dalla curva temperatura 
quantitativo di legna se
corrispondenza della durata dell’incendio la temperatura massima che può 
instaurarsi. 
 
Capitolo III – Fire Safety Management
11 - Curva standard temperatura-tempo 
: non fornisce informazioni sulla fase 
 o quando partecipano alla 
– tempo, per cui noto il 










Figura 3. 12 - Temperatura massima e durata combustione per quantità ideali di legna 
 
Occorre ribadire che si tratta solo di un parametro ideale di riferimento in 
quanto nell’incendio reale le cose vanno diversamente7.  
 
 
3.10 Estinzione degli incendi 
 
Per estinzione [19 e 20],[22],[24],[27],[43],{13} si intende il completo e 
definitivo spegnimento non solo delle fiamme, parte più evidente del 
fenomeno, ma anche delle braci; si può definire come quello stadio da cui si 
ha la certezza di non riaccensione dell’incendio anche in assenza di azioni di 
controllo. Per conseguire lo spegnimento occorre intervenire sui fattori che 
autosostengono la combustione, sconnettendo il triangolo del fuoco, 
utilizzato per rappresentare le condizioni che permettono l’innesco, e 
rompendone almeno uno dei lati. Questa operazione può essere effettuata 
adottando i seguenti sistemi: 
                                                           
7
 Per il calcolo del carico di incendio si rimanda al paragrafo 3.17.4. 




 Separazione (rimozione del combustibile); 
 Soffocamento (rimozione del comburente); 
 Raffreddamento ( sottrazione di calore); 
 Estinzione chimica o anticatalisi; 
 Estinzione meccanica. 
La separazione consiste nell’allontanamento del materiale combustibile  dal 
focolaio dell’incendio; ciò può attuarsi in diversi modi oltre che con la 
rimozione delle sostanze, attraverso sistemi che intercettano i flussi dei fluidi 
combustibili (liquidi e gassosi) nelle tubazioni, o diluendo i vapori e gas per 
portarsi al di fuori del campo di infiammabilità, o trasferendo i combustibili 
in contenitori sicuri, infine con l’utilizzo di fasce tagliafuoco che schermano 
e isolano opportunamente. Il soffocamento si ottiene o separando il 
combustibile dal comburente attraverso l’interposizione fra il materiale che 
brucia e l’aria dei mezzi di separazione in modo che l’ossigeno dell’aria non 
riesca ad alimentare la combustione (interponendo ad esempio o uno strato di 
schiuma o di sostanze con grado di reazione al fuoco pari a zero o estinguenti 
o immettendo acqua nebulizzata) oppure riducendo la concentrazione del 
comburente in aria e quindi diluendo l’ossigeno presente al di sotto del tenore 
necessario a sostenere l’incendio (immettendo dei gas inerti o azoto). Il 
raffreddamento consiste nella sottrarre quanto più calore possibile 
all’incendio stesso attraverso l’uso di agenti estinguenti in modo da abbassare 
la temperatura al di sotto di quella di accensione necessaria al mantenimento 
della combustione. L’estinzione chimica o anticatalitica consiste 
nell’impiego di sostanze estinguenti a base di idrocarburi alogenati (fluoro, 
cloro, bromo, carbonio, iodio) in grado di inibire chimicamente la 
combustione in  quanto decomponendosi, influiscono negativamente sui 
processi di ossidazione e danno luogo all’arresto delle reazioni a catena 
estinguendo dunque l’incendio. Infine l’estinzione meccanica consiste nello 
schiacciamento del combustibile con azione meccanica ottenendo così una 
suddivisione che incrementa la superficie del materiale da raffreddare. Le 




operazioni viste possono essere utilizzate o singolarmente o 
contemporaneamente e impiegando in funzione della natura dei combustibili 
e delle dimensioni del fuoco opportune sostanze estinguenti. 
 
 
3.11 Le sostanze estinguenti 
 
Le principali sostanze estinguenti [16 e 17], [26], [44 a 46], {14} 
normalmente utilizzate per combattere gli incendi sono: 
 Acqua;  
 Schiuma;  
 Polveri chimiche; 
 Gas inerti; 







L’acqua è l’agente estinguente per eccellenza da sempre utilizzato, ha il 
pregio di essere il più economico e tuttora insostituibile essendo anche facile 
da reperire ed utilizzabile in grandi quantitativi. La sua funzione è duplice in 
quanto serve da un lato a spegnere l’incendio, dall’altro a contenerne 
l’espansione ed agisce sull’incendio con azione: 
 di separazione (formando uno strato impermeabile tra combustibile e 
aria circostante per cui inibisce la combustione); 




 di diluizione (formando vapore acqueo che da un lato diluisce 
l’ossigeno dell’aria rendendo meno combustibili le sostanze incendiate 
e dall’altro  esercita anche una azione di soffocamento); 
 di disgregazione (per effetto dell’energia del getto impedisce il 
contatto tra combustibile che brucia e quello non ancora bruciato);  
 di raffreddamento (sottraendo calore fino a temperatura al di sotto di 
quella di accensione e di quella occorrente al mantenimento del 
processo di pirolisi che alimenta le fiamme). 
L’acqua è indicata per sostanze solide, sostanze infiammabili più pesanti 
dell’acqua o più leggere e miscibili con essa ma non deve essere impiegata 
allorquando gli incendi coinvolgono: 
 conduttori in tensione sia perché essendo conduttrice può causare 
pericoli di elettrocuzione ma anche per il pericolo di ponti elettrici 
dannosi per le apparecchiature a meno che non sia finemente 
nebulizzata; 
 sostanze che a contatto con essa rilasciano gas tossici e corrosivi; 
 sostanze che reagiscono in modo violento e pericoloso a contatto con 
essa sviluppando sostanze infiammabili ad esempio come il sodio e 
potassio che liberano idrogeno, il carburo di calcio che sviluppa 
acetilene oppure carburi, magnesio zinco e alluminio ad alte 
temperature; 
 materiali fondenti come l’acciaio ad elevata temperatura che possono 
proiettare a distanza materiale caldissimo; 
 materiali e apparecchiature di valore che potrebbero danneggiarsi; 
 liquidi a basso punto di infiammabilità e più leggeri dell’acqua posti in 
contenitori aperti che traboccherebbero per l’affondamento dell’ acqua 
stessa. 
Se nebulizzata (sistemi water mist), cioè finemente suddivisa in minutissime 
goccioline, per effetto dell’alta pressione offre rendimenti superiori ai getti 
pieni e consente di operare sia in vicinanza di componenti elettrici sotto 




tensione che su alcuni liquidi infiammabili. Con l’aggiunta di additivi solubili 
che migliorano le capacità bagnanti si può migliorare la sua capacità 
penetrativa e l’efficacia di estinzione su incendi di classe A e B1 mentre con 






Poiché l’acqua non estingue gli incendi di liquidi infiammabili aventi peso 
specifico inferiore si è pensato di alleggerire l’acqua miscelandola con dei 
composti che formino bolle d’aria o altro gas ottenendo la cosiddetta schiuma 
antincendio che è quindi un’emulsione di aria con una soluzione acquosa di 
schiumogeni. Per la produzione occorre prima miscelare l’acqua con un 
liquido schiumogeno, che così costituiscono la soluzione schiumogena, e 
successivamente miscelare quest’ultima con aria. Solitamente si individuano 
due tipi fondamentali di schiume: 
 chimiche formate dall’anidride carbonica sviluppata dalle reazioni 
chimiche di sali alcalini in soluzione ed acidi e in presenza di 
appropriati agenti schiumogeni; 
 meccaniche formate dall’inglobazione meccanica di aria in una 
soluzione schiumogena. 
Si definisce rapporto di espansione RE il rapporto tra il volume di schiuma 
prodotta e quello della soluzione  schiumogena di partenza ossia i litri di 
schiuma ottenuti da un litro di schiumogeno ed in base a questo si suole 
suddividere le schiume in: 
 schiume a bassa espansione con 1<RE<20 adatte per incendi di 
liquidi infiammabili e anche per materiali solidi, agiscono formando 
una coltre sui materiali incendiati; vengono suddivise in classi a 




seconda del tempo di estinzione e livelli a seconda della resistenza alla 
riaccensione; 
 schiume a media espansione con 20<RE>200 usate per grandi 
superfici all’aperto o locali; 
 schiume ad alta espansione con RE>200 usate per ambienti di grandi 
volumi in cui non è possibile accedere a causa del fumo e 
dell’atmosfera irrespirabile e rovente e per essere efficaci devono 
riempire tutto il volume. 
In base alla composizione chimica gli schiumogeni si distinguono in: 
 proteinici derivati da materiali proteinici idrolizzati combinati con 
stabilizzanti della schiuma e additivi utilizzati in soluzione acquosa al 
3-6% essenzialmente su incendi di prodotti petroliferi (idrocarburi); 
 fluoro proteinici ottenuti da soluzioni a base proteinica con l’aggiunta 
di tensioattivi fluorurati, utilizzati per incendi di idrocarburi; la 
schiuma ottenuta è più scorrevole della proteinica ed è autosigillante, 
tende cioè a ricomporre la coltre formata nelle zone dove viene rotta; 
 sintetici formati da miscela di tensioattivi sintetici solubili in acqua, 
derivati da idrocarburi, con eventuali stabilizzanti addizionali utilizzati 
in soluzione acquosa al 3-6%, sono in grado di produrre in tempi brevi 
grandi volumi con piccole quantità di acqua ma sono sensibili alle 
correnti di aria per cui adatti nel sottosuolo;   
 filmanti formati da miscela di tensioattivi a base idrocarburica, o 
proteinica e tensioattivi fluorurati, sono denominati AFFF (aqueous 
film forming foam); sono impiegati per la formazione di schiuma a 
bassa e media espansione, in grado di formare una pellicola continua 
acquosa sulla superficie degli idrocarburi che tende a ricomporsi se 
lacerata autocicatrizzando le proprie lacerazioni, impedendo il rilascio 
di vapori dalle superfici ricoperte e impedendo le riaccensioni 
abbattute le fiamme; 




 solventi polari o alcoli resistenti composti da liquido proteinico che 
grazie a particolari additivi formano bolle resistenti ai solventi polari 
(alcoli, eteri, acetone).  
Le schiume una volta formate e versate sulle superfici incendiate formano 
una coltre continua, grazie alle forze di attrazione che si esercitano tra le 
pellicole delle bolle, che isola le sostanze combustibili rispetto all’ossigeno 
dell’aria, raffredda le superfici, soffoca le fiamme, satura le cavità piene 
d’aria, protegge e coibenta i materiali, impedisce le evaporazioni di liquidi ed 
infine estingue.  
In definitiva la schiuma è indicata per incendi di liquidi infiammabili e 
controindicata per conduttori elettrici in tensione, per incendi di classe C 
(gas), per prodotti che reagiscono violentemente e in maniera pericolosa con 
l’acqua (carburo di calcio che sviluppa acetilene, sodio e potassio che 
producono idrogeno, magnesio, zinco ed alluminio ad elevata temperatura 
che sviluppano gas infiammabili). 
 
 
3.11.3 Polveri chimiche 
 
Le polveri estinguenti sono miscele di particelle solide finemente suddivise 
costituite da sali organici, da sostanze naturali o da sostanze sintetiche che 
possono essere proiettate, mediante l’uso di gas propellenti in pressione e 
attraverso appositi erogatori sulle fiamme. 
 L’azione di spegnimento avviene:  
 per separazione del combustibile dall’aria per formazione di una 
coltre che soffoca la combustione; 
 per diluizione della percentuale di ossigeno dell’aria a causa della 
diffusione dei grani di polvere e dell’anidride carbonica prodotta  a 
contatto con le fiamme; 




 per raffreddamento del combustibile a causa dell’assorbimento 
seppur modesto da parte della polvere del calore della reazione; 
 per catalisi negativa delle singole reazioni poiché a causa della 
formazione di alcuni prodotti intermedi, come i radicali liberi, si 
determinano il rallentamento e l’arresto della reazione di combustione. 
Le polveri più usate sono a base di bicarbonato di sodio NAHCO 3 cui 
vengono aggiunti agglomeranti e sostanze favorenti la fluidità nel tempo e 
consentono lo spegnimento dei liquidi infiammabili e di gas, possono essere 
impiegate su apparecchiature elettriche sotto tensione ma non sono efficaci 
sugli incendi di materiali solidi non essendo in grado di eliminare le braci 
incandescenti e raffreddare a sufficienza, per cui esaurita la polvere 
l’incendio può riprendere facilmente. Altri tipi di poveri dette polivalenti o 
universali vengono utilizzate per incendi di classe A (solidi) mentre quelle 
dette speciali sono destinate a usi specifici. 
 
 
3.11.4 Gas inerti  
 
1) Anidride carbonica 
L’anidride carbonica è un gas inerte, incombustibile e incomburente, 
perfettamente dielettrico, pesante 1,53 volte più dell’aria, conservato in 
serbatoi sotto pressione e allo stato liquido essendo facilmente liquefattibile 
alle temperature ordinarie con pressioni di 50 bar, non tossico, ha il pregio di 
estinguere gli incendi senza lasciare residui sui materiali investiti né operare 
danneggiamenti ma diventa pericoloso in luoghi chiusi senza le adeguate 
precauzioni, essendo asfissiante in quanto riduce il contenuto di ossigeno, per 
cui prima dell’ immissione nell’ambiente interessato dall’incendio è 
necessario l’esodo delle persone. I recipienti devono essere resistenti alle alte 
pressioni e provati ad almeno 250 bar in quanto come per tutti i gas la 




pressione che esercita cresce con la temperatura (ed infatti mentre a 20 °C la 
pressione è di 50 bar, a 40 °C è già di 140 bar) per cui i recipienti sono molto 
pesanti e devono essere muniti di dispositivi di sicurezza contro pericolose 
sovrapressioni; inoltre occorre proteggerli dalla corrosione che può avvenire 
se contengono tracce di acqua. Il dispositivo terminale degli erogatori di CO
2  è costituito solitamente da un tromboncino, di materiale non metallico, 
conico per favorire l’erogazione, la formazione di neve carbonica e 
l’avvicinamento al focolaio di incendio con buona visibilità. Conservata 
quindi liquida ha la caratteristica, non appena posta in contatto con l’aria, di 
passare allo stato di vapore, per i due terzi, espandendosi di circa 350 volte, 
penetrando nelle cavità ed esplicando azione soffocante e di raffreddamento, 
mentre il terzo restante solidifica e diffonde nell’aria sotto forma di 
minutissime particelle (fiocchi bianchi), detti neve carbonica (-57°C), che 
assume poi forma compatta e dura raffreddandosi ulteriormente (ghiaccio 
secco –79 °C). Può essere usato in qualsiasi tipo di incendio (fuochi di classe 
A,B,C) compreso quello di apparecchiature elettriche sotto tensione, ma non 
spegne la brace e fuochi di classe D, non è utilizzabile su apparecchiature 
sensibili a bruschi raffreddamenti, con idruri metallici, con prodotti 
contenenti l’ossigeno necessario per la combustione, o in presenza di cianuri 
alcalini (dando luogo con questo ad acido cianidrico, un gas molto tossico) ed 
è poco efficace in luoghi aperti.  
L’azione estinguente avviene per: 
 soffocamento: in quanto essendo più pesante dell’aria tende ad 
avvolgere i materiali ostacolando la combustione; 
 raffreddamento: in quanto l’espansione in fase di scarica provoca un 
brusco abbassamento della temperatura per effetto del passaggio da 
liquido a gas;  
 diluizione: riducendo la concentrazione d’ossigeno nell’aria al di sotto 
del limite di mantenimento della combustione; 




 inibizione: per effetto delle particelle solide di neve carbonica e di 




L’argon è un gas inerte, incolore, inodore, non tossico, dielettrico, ecologico, 
ad impatto ambientale nullo, non dà luogo a residui e corrosione, agisce per 
riduzione della concentrazione di ossigeno e viene utilizzato per incendi di 
materiali liquidi, solidi, elettrici ed elettronici in particolare. 
 
3) Azoto 
Anch’esso è un gas inerte, inodore ed ecologico non avendo effetti sulla 
distruzione dell’ozono atmosferico, dielettrico, non lascia residui, non 
danneggia i materiali, non è dannoso per le persone, agisce diluendo 
l’ossigeno così da far cessare la combustione portando al di fuori dei limiti di 




3.11.5 Idrocarburi alogenati 
 
Si definiscono idrocarburi alogenati o alocarburi o halon derivati fluorurati, 
clorurati, bromurati e iodurati di idrocarburi saturi (in cui gli atomi di 
idrogeno sono stati sostituiti parzialmente o totalmente con atomi di cloro, 
bromo o fluoro e iodio). Questi composti hanno eccellenti proprietà 
estinguenti, consentono la riutilizzazione degli oggetti dopo l’estinzione, non 
sono corrosivi, si conservano allo stato liquido e sono facilmente 
vaporizzabili, richiedono piccole quantità per estinguere ed agiscono per 
inibizione delle reazioni a catena della combustione. I più noti sono il 




bromotrifluorometano CBrF 3  o Halon 1301 (i numeri della sigla dell’halon 
indicano nell’ordine il numero di atomi di carbonio, fluoro, cloro, bromo e 
iodio contenuti nella molecola) o BTM, il bromoclorodifluorometano CBrF 2
Cl o Halon 1211 o BCF, il bromotetrafluoroetano C 2 Br 2 F 4  o Halon 2402 o 
fluorbrene. In realtà poiché a tali sostanze è stata attribuita la responsabilità 
del progressivo deterioramento della fascia di ozono che preserva la terra 
dalle radiazioni solari con la legge n°549 del 28/12/1993 modificata dal D.L. 
10 /02/1996 e dalla legge n°179 del 16/06/1997 sono state emanate norme per 
la dismissione, il recupero, il riciclo, la rigenerazione e la distruzione degli 
halon. Successivamente con il D.M. del 3/10/2001 è stato vietato l’uso degli 
halon tranne che in alcuni casi come negli aerei, imbarcazioni e mezzi 
militari e piattaforme petrolifere. Per effetto di queste disposizioni si è reso 
necessario sostituirli negli impianti già in uso, con altri agenti estinguenti che 
sebbene più costosi non si sono rivelati altrettanto efficaci e che possono 
essere raggruppati nella famiglia dei  “Clean Agent” [44] che non rilasciano 
alcun tipo di residuo, divisi un due categorie: gli halocarbon costituiti da 
singoli idrocarburi alogenati o da miscele di questi utilizzati allo stato di gas 
liquefatti e gas inerti compressi. Il processo di estinzione dei Clean Agents si 
basa su tre meccanismi che evitano l’ autosostentamento degli incendi: 
 fisico con la diluizione dell’ossigeno e conseguente riduzione della 
produzione di calore e soffocamento della fiamma; 
 chimico con la decomposizione dell’agente estinguente in presenza di 
elevato calore e formazione di radicali liberi che catturano l’ossigeno e 
bloccano la reazione di combustione; 
 chimico-fisico con incremento della capacità termica dell’ambiente e 
quindi della quantità di energia necessaria per innalzare la temperatura 
dell’aria comburente a quella delle fiamme. 
A differenza degli halocarbons che utilizzano tutti e tre i meccanismi, i gas 
inerti non utilizzano il meccanismo prettamente chimico per cui riducono la 




concentrazione di ossigeno e incrementano la capacità termica dell’aria. 
Possono essere o a saturazione totale cioè basati sulla scarica dell’agente in 
tutto il volume oppure ad applicazione localizzata anche se questi sono 
trascurati a livello tecnologico. Sono adatti per apparecchiature elettriche, 
incendi di classe B e A con combustione superficiale mentre mal si prestano 





Infine esistono anche alcuni sistemi innovativi ancora non adeguatamente 
normati:  
 i sistemi aerosol che utilizzano una sospensione fine di particelle 
aventi la consistenza di una sottilissima polvere che inibisce 
chimicamente la combustione; 
 i sistemi a riduzione del tasso di ossigeno che si basano sul principio 
della riduzione dell’ossigeno nell’aria basandosi sul fatto che la 
combustione risulta impossibile in presenza di concentrazioni di 
ossigeno inferiori al 15%. 
 
 
3.12 Effetti dell’incendio sull’uomo 
 
Si è soliti pensare che la causa principale di morti in caso di incendio sia la 
rapida esposizione al calore. In realtà, come dimostrano le statistiche, solo 
l’8% dei casi di decesso è dovuto alla rapida esposizione al calore. I 
principali effetti dell’incendio sul corpo umano sono:  
• ustioni di vario grado; 
  
•  ipertermia: aumento della temperatura corporea oltre i limiti 
fisiologici (> 37° all’ascella);
• arresto della respirazione per collasso dei 
all’aria molto calda;
• carenza di ossigeno nell’area circostante al rogo (anossia);
• intossicazione da sostanze nocive presenti nei fumi;
• ferite e fratture per riduzione della visibilità, cadute e/o crolli, 
 
 
3.13 Effetti dell’incendio sui materiali
 
I materiali utilizzati comunemente nelle costruzioni quando si trovano esposti 
al calore prodotto da un incendio subiscono delle forti sollecitazioni termiche 
che, in alcuni casi, possono comprometterne la resistenza meccanica.
come spesso avviene, i costituenti principali hanno coefficienti di dilatazione 
termica differenti tra loro, possono avvenire fenomeni quali la frantumazione 
o lo sgretolamento a prescindere della resistenza meccanica del materiale 





Capitolo III – Fire Safety Management
Figura 3. 13 – Ustioni 
 
 














3.14  La normativa Antincendio 
 
Per chi non conosce come è articolato il settore della sicurezza antincendio, il 
quadro normativo di riferimento non risulta facile. Al contrario, esso si 




3.14.1 Norme sulle procedure 
 
Il 22 settembre 2011 è stato pubblicato il DPR 1 agosto 2011 n. 151, 
“Regolamento recante semplificazione della disciplina dei procedimenti 
relativi alla prevenzione incendi”, il quale detta le procedure da seguire, 
individuando le attività soggette alla disciplina della prevenzione incendi ed 
operando una sostanziale semplificazione relativamente agli adempimenti da 
parte dei soggetti interessati.  
Il regolamento si pone come obiettivi principali la semplificazione 
procedurale e il raccordo con i nuovi strumenti amministrativi quali la 
segnalazione certificata di inizio attività (SCIA) e lo sportello unico per le 
attività produttive (SUAP). 
La norma, in sostanza, prevede che le attività soggette ai controlli di 
prevenzione incendi seguano procedure diverse a seconda della loro 
categoria: 
• categoria A (attività dotate di “regola tecnica” di riferimento e 
contraddistinte da un limitato livello di complessità, legato alla 
consistenza dell’attività, all’affollamento ed ai quantitativi di materiale 
presente): solo presentazione SCIA; 
• categoria B (attività presenti in A, quanto a tipologia, ma caratterizzate 
da un maggiore livello di complessità, nonché le attività sprovviste di 




una specifica regolamentazione tecnica di riferimento, ma comunque 
con un livello di complessità inferiore al parametro assunto per la 
categoria “superiore”): esame del progetto e presentazione SCIA; 
• categoria C (attività con alto livello di complessità, indipendentemente 
dalla presenza o meno della “regola tecnica”): esame del progetto e 
richiesta del CPI8. 
Il regolamento, poi, permette la richiesta di deroga nel caso in cui non si 
possa rispettare in pieno una norma tecnica. Molti chiarimenti sono stati 
forniti con la circolare del 6 ottobre 2011. 
 
 
3.14.2 Norme e regole tecniche 
 
Per quanto riguarda le norme tecniche antincendio (dette anche “regole 
tecniche”), invece, l’evoluzione è continua e non esiste una norma che è 
sempre valida. Il progettista o il titolare deve controllare quale sia, per ogni 
attività o impianto, il riferimento vigente al momento della sua progettazione. 
Una ulteriore classificazione, non ufficiale ma ancora diffusa, è quella tra 
norme “orizzontali” e norme “verticali” di prevenzione incendi. Le prime 
sono quelle che si riferiscono a tutte le attività e gli edifici (ad esempio, le 
norme di resistenza al fuoco, i termini e le definizioni generali, etc.). Le 
norme “verticali”, invece, sono quelle che riguardano le singole attività 
pericolose (centrali termiche, depositi di gas, etc.). 
A queste norme deve essere aggiunto il corpo normativo sulla sicurezza del 
lavoro, che fa capo al D.Lgs 81 del 2008 e che prevede che il datore di lavoro 
svolga degli adempimenti ulteriori rispetto a quelli stabiliti dalle norme 
antincendio. Anche questo decreto prevede degli obblighi per la sicurezza 
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 Il discorso relativo al CPI verrà trattato nel paragrafo 3.15. 




antincendio dei luoghi di lavoro9. L’elemento che lega la sicurezza del lavoro 
alla sicurezza antincendio è il DM 10 marzo 1998: “Criteri generali di 
sicurezza antincendio e per la gestione dell’emergenza nei luoghi di lavoro”, 
che spiega quali sono gli adempimenti antinfortunistici che sono rispettati 
quando tutte le norme ed i regolamenti antincendi sono stati seguiti. 
Infine, è importante ricordare il Decreto del Ministero dell’Interno del 9 
maggio 2007, il quale ha sancito l’introduzione del cosiddetto approccio 
prestazionale nel quadro legislativo riguardante la prevenzione incendi; il 
paragrafo 3.16 sarà dedicato allo sviluppo di tale concetto. 
 
 
3.15 Il Certificato di Prevenzione Incendi  
 
Il Certificato di Prevenzione Incendi (CPI) è un insieme di norme, 
applicazioni ed azioni che portano a rendere l’organismo edilizio e/o l’attività 
produttiva/commerciale/di deposito/etc. ragionevolmente sicuro rispetto ai 
rischi derivanti da incendio. La sicurezza è rivolta alla tutela delle persone, 
delle cose e dell’ambiente. 
Tale certificato è l’atto finale del procedimento amministrativo di 
prevenzione incendi, ma il suo contenuto non è sempre chiaro a tutti. 
Disporre di un certificato di prevenzione incendi non vuol dire che l’edificio 
non subirà mai un incendio, ma attesta che quell’edificio è stato realizzato 
secondo il livello di sicurezza richiesto dallo Stato. La sicurezza totale, 
infatti, non esiste in nessuna attività in nessuna parte del mondo ed il rispetto 
delle norme o dei criteri di sicurezza è l’unico modo che si ha per 
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 Gli articoli rilevanti del D. Lgs. 81/08 ai fini della prevenzione incendi sono: Capo III Gestione della 
prevenzione nei luoghi di lavoro, Sezione I MISURE DI TUTELA E OBBLIGHI: Art. 15. Misure generali di 
tutela, Art. 18. Obblighi del datore di lavoro e del dirigente;  Sezione IV FORMAZIONE, INFORMAZIONE E 
ADDESTRAMENTO: Art. 37. Formazione dei lavoratori e dei loro rappresentanti, Art. 46. Prevenzione 
incendi, Art. 64.Obblighi del datore di lavoro, Art. 225. Misure specifiche di protezione e di Prevenzione. 




raggiungere l’equilibrio tra le esigenze di tutela della collettività e la 
possibilità di realizzazione dell’opera. 
L’elenco delle attività soggette al Certificato di Prevenzione Incendi era 
contenuto nella tabella del Decreto Ministeriale 16 febbraio 1982 (Gazzetta 
Ufficiale 9 aprile, n.98) recante Modificazioni del decreto ministeriale 27 
settembre 1965, concernente la determinazione delle attività soggette alle 
visite di prevenzione incendi. Tale decreto riportava un elenco di 97 “attività” 
soggette alle visite di prevenzione incendi da parte dei Comandi Provinciali 
Vigili del Fuoco.  
Il valore del certificato di prevenzione incendi è stato poi modificato 
profondamente  dal Dpr 151 del 2011 rispetto alla sua definizione iniziale. 
Anche i documenti necessari per ottenere il cpi sono stati aggiornati con 








Negli ultimi 20 anni [50] si è assistito ad una notevolissimo sviluppo nella 
comprensione dei fondamenti scientifici di come il fuoco (e le persone 
coinvolte) si comportano. Ciò ha comportato il passaggio da una 
comprensione dell’incendio Storico - Empirica  a Predittiva. Questa nuova 
visione è stata introdotta dal D. M. 9 maggio 2007, il quale – come accennato 
in precedenza – ha sancito l’introduzione dell’approccio prestazionale alla 
sicurezza antincendio. Tale metodo va ad affiancarsi al più tradizionale 
metodo prescrittivo basato sull’applicazione di regole tecniche cui spetta il 




compito di fissare, per i vari possibili scenari, le misure di protezione da 
adottare per garantire la sicurezza antincendio. 
Nel nuovo approccio ingegneristico confluiscono diverse esigenze: da un 
lato, quella del legislatore di continuare a tutelare la sicurezza di persone e 
cose, dall’altro, la richiesta, da parte dei progettisti, di maggiore flessibilità in 
determinate situazioni per le quali le norme tecniche che disciplinano la 
prevenzione incendi risultano di fatto inapplicabili a causa dei vincoli 
imposti. L’approccio ingegneristico si esplicita nella previsione della 
successione temporale delle varie fasi di evoluzione di un incendio per 
calcolare il livello di esposizione di persone e cose a calore e sostanze 
tossiche per valutare l’azione meccanica delle fiamme sulle strutture esposte 
al fuoco. I valori ottenuti da tale fase andranno poi confrontati con il livello 
di prestazioni minimo richiesto alla costruzione in esame. 
 
 
3.16.2 La valutazione degli effetti dell’incendio secondo 
l’approccio ingegneristico 
 
Con l’emanazione della direttiva 89/106/CEE [50] concernente i prodotti da 
costruzione e la successiva pubblicazione del documento interpretativo  del 
Requisito n. 2 - Sicurezza in caso d’incendio, si è avviato anche in Europa il 
processo di sviluppo delle tematiche inerenti la Fire Safety Engineering 
(ingegneria della sicurezza antincendio). Si è iniziato ad affermare, in altre 
parole, il concetto di approccio ingegneristico alla sicurezza antincendio 
quale metodo paritetico e alternativo all’approccio di tipo tradizionale basato 
sull’applicazione di regole tecniche che stabiliscono a priori, in maniera 
deterministica e vincolante, le misure di protezione da adottare. La 
metodologia prestazionale secondo la norma ISO/TR13387 consiste 
nell’applicare - a partire da una valutazione prettamente scientifica 




dell’incendio e dei suoi effetti così come dell’agire umano - norme e principi 
di stampo ingegneristico finalizzati a salvaguardare le persone e i beni, a 
valutare da un punto di vista quantitativo i rischi d’incendio e dei relativi 
effetti e a definire analiticamente misure protettive, al fine di ridurre, entro 
certi livelli stabiliti, le conseguenze che un incendio può comportare. Come si 
è accennato nell’introduzione, il decreto del Ministero dell’Interno del 9 
maggio 2007 rappresenta l’atto amministrativo con cui l’approccio 
prestazionale è stato ufficialmente inserito nell’ordinamento nazionale 
nell’ambito dei procedimenti di prevenzione incendio. In base ad esso, il 
professionista, in accordo con il committente, può scegliere liberamente di 
adottare la metodologia prestazionale per attività non espressamente regolate 
da specifiche disposizioni antincendio, come pure nel corso dei procedimenti 
di deroga, allo scopo di individuare misure di sicurezza equivalenti. 
L’approccio ingegneristico alla sicurezza antincendio può essere organizzato 
nella seguente successione di fasi: 
 analisi preliminare; 
 analisi quantitativa; 




3.16.3 Analisi preliminare (I fase) 
 
L’analisi preliminare [50] può essere riassunta nei punti che seguono. 
Dovranno essere innanzitutto prese in considerazione le caratteristiche del 
progetto. L’individuazione dei dati caratteristici progettuali deve infatti 
tenere conto degli aspetti legati a: 




 vincoli imposti da prescrizioni normative e da esigenze peculiari 
dell’attività; 
 pericoli d’incendio connessi alla destinazione d’uso prevista per gli 
edifici e i locali; 
 fattori ambientali specifici collegabili alle conseguenze dello sviluppo 
dell’incendio; 
 caratteri e comportamenti delle persone presenti in relazione alla 
tipologia di edificio prescelta e alla destinazione d’uso prevista. 
Il passo successivo riguarda la definizione degli obiettivi di sicurezza. 
L’identificazione di tali obiettivi va eseguita in conformità alle disposizioni 
in materia di prevenzione incendi e in relazione alle specifiche esigenze 
dell’attività in esame. 
Tali esigenze possono comprendere i punti che seguono: 
 le persone presenti devono essere in grado di lasciare l’opera o di 
essere soccorse altrimenti; 
 deve essere presa in considerazione la sicurezza delle squadre di 
soccorso; 
 la capacità portante dell’edificio deve essere garantita per un periodo 
di tempo prefissato in relazione all’evoluzione dell’incendio; 
 la produzione e la propagazione del fuoco e del fumo all’interno delle 
opere deve essere limitata; 
 la propagazione del fuoco alle opere vicine deve essere limitata. 
In relazione agli obiettivi di sicurezza individuati, si devono poi indicare i 
parametri significativi presi a riferimento per garantire il soddisfacimento 
degli obiettivi stessi. Tali parametri generalmente includono le temperature 
massime dei gas in ambiente, i livelli di visibilità, i livelli di radiazione 
termica, i livelli di concentrazione delle specie tossiche, i livelli minimi di 
ossigeno. Tale fase riguarda quindi la definizione dei cosiddetti livelli di 




prestazione. Tutti i parametri utilizzati per rappresentare i livelli di 
prestazione devono essere opportunamente quantificati per mezzo di valori 
numerici, generalmente desunti dalla normativa tecnica internazionale o da 
specifiche disposizioni legislative. 
Al riguardo, si citano i seguenti riferimenti:: 
 BS 7974 (Application of Fire Safety Engineering to the Building 
Design); 
 ISO/TR 13387 (Fire Safety Engineering); 
 Decreto Ministero dei Lavori Pubblici del 9 maggio 2001 (Requisiti 
minimi di sicurezza per aree interessate da stabilimenti a rischio di 
incidente rilevante). 
 
Tabella 3. 8 – Valori di soglia raccomandati per visibilità, concentrazione dei prodotti di 
combustione e temperatura (Ferrari et al. 2003) 
Parametro Soglia di accettabilità 
Temperatura ambiente 50°C 
Livello di visibilità 9 m 
Concentrazione di ossigeno 15 (%) 
Anidride carbonica 0.5 (%) 
Monossido di carbonio 80 ppm 
 
L’individuazione di uno scenario di incendio si traduce nella 
schematizzazione degli eventi che possono ragionevolmente verificarsi in 
relazione alle caratteristiche individuate dell’incendio, dell’edificio e delle 
persone presenti. Il processo di selezione degli scenari d’incendio di progetto 
deve individuare, tra tutte le condizioni realisticamente ipotizzabili, le più 
gravose per lo sviluppo e la propagazione delle fiamme, la conseguente 
sollecitazione strutturale, la tutela delle persone presenti e la sicurezza delle 
squadre di soccorso. Il termine scenario indica pertanto l’insieme di 
condizioni con riferimento alle quali si intende effettuare la simulazione. 




Ogni scenario deve comprendere almeno le tre componenti che seguono: 
• caratteristiche del fuoco: stato, tipo e quantitativo delle sostanze 
combustibili, loro disposizione e configurazione, profilo temporale del 
rilascio termico e picco di potenza termica sviluppata (HRRmax dove 
HRR sta per Heat Release Rate). In rapporto alla velocità di sviluppo, 
è possibile, ad esempio, caratterizzare diversi modelli di incendio 
(detti rispettivamente a crescita lenta, media o veloce), prendendo a 
base della caratterizzazione il tempo necessario a raggiungere un 
rilascio termico pari a 1000 kW:  
 incendio a crescita lenta: 1000 kW in 600 s; 
 incendio a crescita media: 1000 kW in 300 s; 
 incendio a crescita rapida: 1000 kW in 150 s; 
 incendio a crescita ultrarapida: 1000 kW in 75 s. 
• caratteristiche dell’edificio: geometria dei locali, composizione e 
proprietà termiche delle pareti, degli arredi e delle tappezzerie, 
strutture edilizie, condizioni di ventilazione interna ed esterna, stato di 
apertura o chiusura di porte e finestre; 
• caratteristiche delle persone presenti: affollamento massimo, stato 
psico-fisico, presenza di disabili, familiarità con i luoghi, stato di 
veglia o sonno, etc. 
L’individuazione di uno scenario di incendio è il risultato del giudizio esperto 
formulato congiuntamente da progettista e autorità in merito alla 
ragionevolezza e alla realisticità delle ipotesi assunte. Entrambe le condizioni 
risultano necessarie per restringere il numero di casi di studio dall’infinità di 
scenari ipotizzabili in riferimento a un edificio a quelli che effettivamente 
rappresentano le situazioni più pericolose per il fabbricato e i suoi occupanti 
in termini di possibili condizioni di innesco e di propagazione delle fiamme. 




I possibili scenari individuati si aggiungono agli otto scenari descritti dalle 
norme NFPA 101 - Life Safety Code e NFPA 5000 - Building Construction 
and Safety Code, nei quali trovano collocazione, con possibilità di 
integrazione da parte del progettista, i vari problemi inerenti le vie d’esodo, la 
presenza di persone, la propagazione dell’incendio agli edifici adiacenti, le 
caratteristiche dei materiali combustibili e le misure di protezione attiva e 
passiva. 
Tali scenari predefiniti sono i seguenti: 
 scenario n. 1: scenario tipico che considera le attività, il numero e la 
localizzazione degli occupanti, le dimensioni degli ambienti, la natura 
e l’entità degli arredi e degli altri elementi presenti, le proprietà dei 
materiali combustibili e delle possibili sorgenti di ignizione, le 
condizioni di ventilazione con specifica definizione del primo 
elemento che prende fuoco e la sua localizzazione; 
 scenario n. 2: scenario che considera un incendio a sviluppo 
ultraveloce, ubicato in corrispondenza delle vie primarie di uscita con 
le porte interne aperte all’inizio dell’incendio; 
 scenario n. 3: scenario con incendio che ha inizio in un ambiente 
normalmente non occupato e che potenzialmente può mettere in 
pericolo un grande numero di persone in un ampio ambiente limitrofo 
o in un’altra area dell’edificio; 
 scenario n. 4: scenario con fuoco che ha origine a parete o a soffitto in 
posizione adiacente ad un ambiente con alta presenza di persone; 
 scenario n. 5: scenario con fuoco che si sviluppa lentamente in 
posizione non coperta dai sistemi di protezione e in prossimità di una 
zona con rilevante presenza di persone; 
 scenario n. 6: rappresenta lo scenario d’incendio più grave, derivante 
da un carico d’incendio più elevato di quello caratteristico del normale 
uso dell’edificio, a sviluppo rapido e con presenza di persone; 




 scenario n. 7: scenario con incendio che si sviluppa al di fuori della 
zona d’interesse (incendio esterno) e che risulta suscettibile 
d’estendersi a quest’ultima, di bloccarne le uscite o di determinare 
condizioni interne non sostenibili; 
 scenario n. 8: scenario d’incendio con fuoco avente origine in un 
ambiente o area dell’edificio d’interesse dato il malfunzionamento e/o 
la non presenza delle misure di protezione attive o passive in quanto 
messe fuori uso o disattivate singolarmente in sequenza. 
 
 
3.16.4 Analisi quantitativa (II fase) 
 
Andranno individuate [50] le soluzioni impiantistiche più adatte per 
coniugare le caratteristiche della tipologia edilizia oggetto del progetto agli 
obiettivi di sicurezza propri dei livelli di prestazione stabiliti. 
La scelta tra le varie soluzioni progettuali verrà condotta per mezzo di 
un’analisi quantitativa che culminerà con il giudizio in merito all’accettabilità 
dell’ipotesi considerata. 
L’applicazione di un modello di calcolo fornirà una serie di parametri 
numerici utili alla descrizione dell’evoluzione dell’incendio e le indicazioni 
necessarie per verificare il soddisfacimento dei livelli di prestazione 
prefissati. In questa fase, si procederà ad un’ottimizzazione delle scelte 
progettuali effettuate, scartando quelle che risultino poco soddisfacenti e 
affinando quelle che siano risultate più valide sotto il profilo della sicurezza. 
 
3.16.4.1 Modelli di calcolo dedicati alla simulazione di un incendio 
Un aspetto cruciale [50] legato all’analisi quantitativa riguarda la scelta dei 
modelli di calcolo per la previsione della sequenza temporale delle varie fasi 




in cui si articola l’evoluzione dell’incendio ipotizzato, date le contromisure, 
di tipo attivo e passivo, previste. I modelli di simulazione permettono di 
comprendere il livello di rischio attuale e di predisporre diverse modalità di 
gestione del livello di pericolo presente. 
La scelta del modello di calcolo dipenderà dalla complessità del progetto da 
analizzare e dal livello di conoscenze tecniche acquisite. 
La traduzione in termini matematici dell’evoluzione di un incendio per 
mezzo della scrittura di un sistema di equazioni costituisce il modello alla 
base di un codice di calcolo. Tale codice avrà quindi come compito il calcolo 
automatico dell’evoluzione e della successione degli eventi, data una serie di 
informazioni fornite dall’utente. 
Vanno dapprima definite estensione e geometria della regione di interesse, 
cioè della porzione di spazio che andrà a costituire il dominio di calcolo. 
Devono quindi essere stabilite le caratteristiche termo-fisiche e chimiche dei 
materiali che faranno parte del dominio individuato. 
Vi è poi la fase di discretizzazione: l’intero volume prescelto sarà suddiviso 
in elementi più piccoli, celle o sotto volumi, in corrispondenza dei quali sarà 
impostata la soluzione matematica delle equazioni che descrivono il 
problema oggetto di indagine. In base a come venga realizzata quest’ultima 
fase, è possibile operare una classificazione dei codici di calcolo dedicati alla 
prevenzione incendi rispettivamente in due categorie: 
 modelli a zona; 
 modelli a campo. 
I modelli di simulazione a zone prevedono la suddivisione del locale sede 
dell’incendio in due macro volumi di controllo. Uno superiore contenente i 
prodotti della combustione; il secondo, più basso, rappresentante invece l’aria 
a condizioni ambiente. Ad una determinata altezza dal pavimento sarà 




presente un’interfaccia con una variazione a gradino della temperatura 
dell’aria in corrispondenza ad essa. All’interno di ciascuno dei due volumi 
descritti, questo tipo di modelli assume infatti l’uniformità nello spazio delle 
grandezze di interesse (ad esempio, temperatura e concentrazione di specie 
tossiche) previste durante le fasi di evoluzione dell’incendio.  
I modelli fluidodinamici (CFD) prevedono la rappresentazione degli ambienti 
oggetto di indagine mediante la costituzione di un dominio di calcolo 
suddiviso in un gran numero di celle e la soluzione per via numerica delle 
leggi di conservazione della massa, della quantità di moto e dell’energia, in 
corrispondenza a ciascun volume di controllo. La peculiarità di questo tipo di 
modelli sta nella capacità di fornire combinatamente la variazione nel tempo 
e nello spazio delle grandezze di interesse. 
 
 
3.16.5 Programma di gestione della sicurezza antincendio 
(SGSA) 
 
L’adozione della metodologia prestazionale [50] è connessa all’obbligo di 
elaborare un documento contenente il programma per l’attuazione del 
Sistema di Gestione della Sicurezza Antincendio (denominato SGSA). Tale 
documento risulta necessario per tenere sotto controllo tutti i parametri che 
hanno portato all’individuazione degli scenari di incendio, dato che questi 
rappresentano vincoli e limitazioni imprescindibili per l’esercizio 
dell’attività. 
L’elaborazione di tale documento rappresenta un elemento di assoluta novità 
rispetto agli obblighi di gestione precedentemente stabiliti e diventa uno degli 
adempimenti fondamentali a cui vengono ad essere assoggettate le attività 
trattate con l’approccio ingegneristico. 




Nel documento devono essere comprese tutte le ipotesi assunte relativamente 
a: 
 organizzazione del personale; 
 identificazione e stima dei pericoli derivanti dalle attività svolte; 
 controllo operativo; 
 gestione delle modifiche; 
 pianificazione delle emergenze; 
 controllo delle prestazioni. 
È previsto che, qualora l’esito degli accertamenti periodici condotti 
dall’autorità preposta (CNVVF) rilevi che non sono stati rispettati e 
mantenuti gli impegni assunti, si debba procedere alla sospensione del 
certificato di prevenzione incendi (CPI). 
La motivazione di tale disposizione si desume dal fatto che la metodologia 
prestazionale, basandosi sull’individuazione di misure di protezione 
effettuata con riferimento a specifiche condizioni, necessita di un attento 
mantenimento dei parametri sia degli scenari che dei progetti affinché non si 
verifichi una riduzione nel tempo del livello di sicurezza. 
 
 
3.16.6 Sviluppo progettuale e documentazione finale 
 
Lo sviluppo progettuale [50] deve essere condotto in modo da ottenere 
risultati finali (capacità di prestazione) che, confrontati e verificati in base ai 
requisiti iniziali (richieste di prestazione), soddisfino i livelli di prestazione 
attesi (grado di sicurezza). 
L’eventuale scelta da parte di committente e professionista di ricorrere 
all’approccio ingegneristico per l’approvazione di un progetto o delle misure 




compensative in una domanda di deroga comporta l’obbligo aggiuntivo di 
presentare una documentazione integrativa rispetto a quella prevista dal 
decreto del Presidente della Repubblica 37/98 (e dal suo Decreto attuativo del 
Ministero dell’Interno del 4 maggio 1998), il cui contenuto si può riassumere 
in quanto segue: 
 Sommario tecnico: deve contenere il percorso logico seguito per 
l’individuazione di: 
 scenario d’incendio di progetto; 
 obiettivi di sicurezza e livelli di prestazione; 
 Relazione tecnica: deve esprimere in forma esaustiva ed efficace le 
modalità di calcolo adottate per descrivere il comportamento del 
sistema in merito al tipo di analisi condotta. Dovrà quindi contenere: 
modello di simulazione o algoritmo di calcolo; assunzioni, dati 
d’ingresso, risultati, valutazioni; 
 Elaborati grafici (disegni, schemi grafici e immagini); 
 Piano di gestione della sicurezza antincendio (SGSA). 
 
 
3.16.7 La novità dell’approccio prestazionale 
 
Si ritiene opportuno [50] concludere questa trattazione relativa all’approccio 
ingegneristico nella progettazione della sicurezza antincendio riportando 
quanto espresso in proposito dall’ing. G. Giomi, vicedirettore centrale per la 
prevenzione e sicurezza tecnica del Corpo Nazionale dei Vigili del fuoco 
(CNVVF): “Lo strumento prestazionale è certamente una novità e come tutte 
le novità induce e genera pareri contrastanti: gli estimatori ritengono che sia 
l’unico modo per risolvere situazioni altrimenti irrisolvibili; gli scettici, al 
contrario, pensano che questa metodologia possa comportare incertezza, 




determinare contenzioso e far perdere di credibilità alle regole tecniche in 
vigore. I detrattori addirittura si spingono ad ipotizzare che l’approccio 
prestazionale potrà diventare facilmente lo strumento per eludere 
elegantemente le normative in vigore individuando percorsi per cosi dire a 
minor resistenza, con il pericolo di ridurre drasticamente il livello di 
sicurezza. Ritengo che più che condividere o rigettare tali considerazioni si 
debba ragionare in modo pragmatico, scevri da preconcetti e 
condizionamenti. Il processo di valutazione prestazionale è una disciplina 
riconosciuta a livello internazionale che sempre più andrà affermandosi 
nell’attività di progettazione”. 
 
 
3.17 Valutazione e gestione del rischio incendio 
 
Nella valutazione dei rischi d’incendio il datore di lavoro, anche tramite il 
Servizio Prevenzione e Protezione provvede ad effettuare l’analisi dei luoghi 
di lavoro, tenendo conto: 
• del tipo di attività; 
• delle sostanze e dei materiali utilizzati e/o depositati; 
• delle caratteristiche costruttive, dimensionali e distributive dei 
luoghi di lavoro (strutture, aree di piano, superfici totali, coperture 
etc.); 
• del numero massimo ipotizzabile delle persone che possono essere 
presenti contemporaneamente nei luoghi di lavoro.  
Tutto questo con l’obiettivo di: 
• determinare i fattori di pericolo d’incendio; 
• identificare le persone esposte al rischio d’incendio; 




• valutare l’entità dei rischi accertati; 
• individuare le misure di prevenzione e protezione; 
• programmare le misure antincendio, ritenute più opportune. 
 
Figura 3. 14 - Gestione del rischio incendio 
 
 
3.17.1 La determinazione dei fattori di pericolo d’incendio 
 
In questa fase è necessario identificare i fattori di pericolo, come materiali, 
sostanze, macchine, organizzazione del lavoro, carenze di manutenzione etc., 
che possono causare un pericolo. 
Tali fattori possono essere suddivisi secondo le seguenti tre tipologie: 
1. Materiali e sostanze combustibili o infiammabili come: 
• grandi quantitativi di materiali cartacei;  




• materie plastiche e derivati dalla lavorazione del petroli; 
• liquidi e vapori infiammabili; 
• gas infiammabili; 
• polveri infiammabili; 
• sostanze esplodenti; 
• prodotti chimici infiammabili in combinazione con altre sostanze 
che possono essere presenti etc. 
2. Sorgenti d’innesco come: 
• fiamme libere; 
• scintille; 
• archi elettrici; 
• superfici a temperatura elevata; 
• cariche elettrostatiche; 
• campi elettromagnetici; 
• macchine, impianti ed attrezzature obsolete o difformi dalle 
norme di buona tecnica etc. 
3. Fattori trasversali come: 
• territorio ad alta sismicità; 
• vicinanza con altre attività ad alto rischio d’incendio; 
• metodologie di lavoro non corrette; 
• carenze di manutenzione di macchine ed impianti etc. 
 
 
3.17.2 L’identificazione delle persone esposte al rischio di 
incendio 
 
Occorre identificare le persone che possono essere esposte al rischio 
d’incendio, tenendo conto dell’affollamento massimo prevedibile, delle 




condizioni psicofisiche dei presenti e valutando se all’interno delle aree di 
lavoro, può esserci presenza di: 
 pubblico occasionale; 
 persone che non hanno familiarità con i luoghi di lavoro in genere e 
con le vie e le uscite di emergenza in particolare (come ad esempio i 
lavoratori appartenenti alle imprese di pulizia, di manutenzione, mensa 
etc.); 
 persone con mobilità, vista o udito menomato o limitato; 
 persone incapaci di reagire prontamente in caso di emergenza; 
 lavoratori la cui attività viene svolta in aree a rischi specifico 
d’incendio; 
 lavoratori i cui posti di lavoro risultano ubicati in locali (o aree) isolati 
dal resto dei luoghi di lavoro etc. 
 
 
3.17.3 La valutazione dell’entità dei rischi  
 
Occorre poi valutare e stimare l’entità di ciascun rischio d’incendio accertato: 
• utilizzando tutti i sistemi, le metodologie e gli strumenti di cui si 
dispone come: disposizioni, regolamenti, norme di buona tecnica 
nazionali o internazionali, esperienze nello specifico settore etc.; 
• tenendo conto che le probabilità che si verifichino le condizioni 
d’innesco di un incendio, risultano tanto maggiori quando si è in 
presenza di: scadente organizzazione del lavoro, sfavorevoli 
condizioni dei luoghi di lavoro, degli impianti e delle macchine, 
carente stato psico-fisico dei lavoratori etc.; 
• stabilendo quali saranno le priorità d’intervento sui rischi rilevati, al 
fine di eliminarli ovvero ridurli, basandosi, ad esempio, sulla gravità 
delle conseguenze, sulla probabilità dell’accadimento dell’evento, sul 




numero di persone che possono essere coinvolte dagli effetti del 
sinistro. 
In base alla valutazione dei rischi effettuata è possibile classificare il livello 
del rischio d’incendio di un determinato luogo di lavoro in una delle seguenti 
categorie: basso, medio o elevato. 
 
1. Luoghi di lavoro a rischio incendio basso 
S’intendono a rischio d’incendio basso i luoghi di lavoro, o parte di essi, in 
cui sono presenti sostanze a basso tasso d’infiammabilità e le condizioni 
locali e di esercizio offrono scarse possibilità di sviluppo di principio 
d’incendio ed in cui, in caso d’incendio, la probabilità di propagazione dello 
stesso è da ritenersi limitata. 
Si considerano luoghi a rischio d’incendio basso, quei luoghi non 
classificabili a rischio medio o elevato, dove, in genere, risultano presenti 
materiali infiammabili in quantità limitata o sostanze scarsamente 
infiammabili e dove le condizioni di esercizio offrono limitate possibilità di 
sviluppo di un incendio e di un’eventuale propagazione. 
 
2. Luoghi di lavoro a rischio d’incendio medio 
Si intendono a rischio d’incendio medio i luoghi di lavoro, o parte di essi, in 
cui sono presenti sostanze infiammabili e/o condizioni locali e/o di esercizio 
che possono favorire lo sviluppo di incendi, ma nei quali, in caso d’incendio, 
la probabilità di propagazione dello stesso è da ritenersi limitata. 
 
 
3. Luoghi di lavoro a rischio d’incendio elevato 
Si intendono a rischio d’incendio elevato i luoghi di lavoro, o parte di essi, in 
cui: per presenza di sostanze altamente infiammabili e/o condizioni locali e/o 
di esercizio sussistono notevoli probabilità di sviluppo di incendi e nella fase 
iniziale sussistono forti probabilità di propagazione delle fiamme. 




Si considerano luoghi a rischio d’incendio elevato i luoghi in cui sono 
utilizzati prodotti infiammabili, ovvero ove risultano depositate o manipolate 
sostanze e materiali altamente infiammabili in grandi quantità. 
 
 
3.17.4 La prevenzione e la protezione incendi 
 
Le azioni da intraprendere per controllare e gestire un rischio incendio sono 
sia di tipo preventivo che protettivo. Tali azioni non sono tra loro alternative 
ma complementari nel senso che, concorrendo al medesimo fine, devono 
essere intraprese entrambe al fine di ottenere i migliori risultati. 
La prevenzione può essere considerata come un complesso di misure 
organizzative, gestionali, conoscitive e di vigilanza che permettono di 
limitare la probabilità che l’evento indesiderato si verifichi. Le principali 
misure di prevenzione incendi sono: 
 Realizzazione di impianti elettrici a regola d’arte (Norme CEI): gli 
incendi dovuti a cause elettriche ammontano a circa il 30% della totalità 
di questi sinistri. Appare evidente quindi l’importanza della realizzazione 
di impianti elettrici a regola d’arte con lo scopo di ridurre drasticamente le 
probabilità d’incendio evitando che l’impianto elettrico diventi una fonte 
di innesco; 
 Collegamento elettrico a terra di impianti, strutture, serbatoi etc.: la 
messa a terra impedisce che sulle varie strutture e/o apparecchiature possa 
verificarsi l’accumulo di cariche elettrostatiche. La mancata dissipazione 
di tali cariche potrebbe causare il verificarsi di scariche elettriche le quali 
potrebbero fare da innesco ad eventuali incendi; 
 Installazione di impianti parafulmine: le scariche atmosferiche 
costituiscono una delle principali cause d’incendio. Risulta pertanto 
necessario, specialmente in quelle zone dove l’attività è intensa, realizzare 
impianti di protezione contro tale fenomeno. Tali impianti creano una via 




preferenziale per la scarica del fulmine a terra evitando che vengano 
colpiti edifici o strutture; 
 Utilizzo di dispositivi di sicurezza per gli impianti di distribuzione e di 
utilizzazione delle sostanze infiammabili; 
 Ventilazione dei locali: una corretta ventilazione dei locali, soprattutto in 
quelli in cui sono presenti gas o vapori infiammabili, evita che in tali 
ambienti si possano raggiungere concentrazioni al di sopra del limite 
inferiore del campo d’infiammabilità; 
 Utilizzazione di materiali incombustibili: se in alcuni è possibile scegliere 
tra l’uso di materiali diversi bisognerà ovviamente preferire quelli che 
presentino caratteristiche di incombustibilità a parità di funzionalità nel 
processo produttivo; 
 Adozione di pavimenti ed attrezzi antiscintilla; 
 Segnaletica di sicurezza riferita in particolare ai rischi presenti in 
ambiente di lavoro. 
 
Figura 3. 15 - Prevenzione incendi 
 




La protezione antincendio comprende tutte le misure da attuare al fine di 
limitare i danni alle persone ed alle cose derivanti dallo sviluppo di un 
incendio. In particolare le misure di tipo protettivo possono essere di tipo 
passivo o attivo a seconda che richiedano o meno un intervento di un 
operatore o di un impianto per essere attivate. 
  
La protezione passiva riguarda: la resistenza al fuoco delle strutture, le 
compartimentazioni e le distanze di sicurezza antincendi: 
 
 La resistenza al fuoco è una delle fondamentali strategie di protezione 
da perseguire per garantire un adeguato livello di sicurezza della costruzione 
in condizioni d’incendio. È definita come “l’attitudine di un elemento 
costruttivo - sia esso componente o struttura - a conservare, secondo un 
programma termico prestabilito e per un certo tempo, la stabilità (indicata 
con il simbolo R), la tenuta (indicata con il simbolo E) e l’isolamento termico 
(indicato con il simbolo I)”. Analizzando questa definizione più in dettaglio 
si ha che: 
• La stabilità è l’attitudine di un elemento di costruzione a conservare la 
resistenza meccanica sotto l’azione del fuoco; 
• La tenuta è l’attitudine di un elemento da costruzione a non lasciar 
passare né produrre, se sottoposto all’azione del fuoco su un lato, 
fiamme, vapori o gas caldi sul lato non esposto; 
• L’isolamento termico è l’attitudine di un elemento da costruzione a 
ridurre, entro un dato limite, la trasmissione del calore. 
Pertanto con il simbolo R si identifica un elemento costruttivo che conserva 
la stabilità per un determinato lasso di tempo, con il simbolo RE si identifica 
un elemento costruttivo che conserva per un tempo determinato la stabilità e 
la tenuta e con REI un elemento costruttivo che deve conservare, per un 
tempo determinato, la stabilità, la tenuta, e l’isolamento termico. 




La definizione di classe di resistenza al fuoco va interpretata in funzione 
dell’elemento costruttivo che s’intende analizzare. Per esempio, nel caso di 
un pilastro in calcestruzzo, i termini E ed I perdono di significato in quanto 
risulta decisivo il solo valore R (cioè l’attitudine a conservare la capacità 
portante). Le classi di resistenza al fuoco previste dal DM 16 febbraio 2007 
sono le seguenti: 15, 20, 30, 45, 60, 90, 120, 180, 240, 360. Il numero 
indicativo di ogni classe esprime il carico di incendio espresso in kg/m2 di 
legna standard e corrisponde alla durata minima di resistenza al fuoco, 
misurata in minuti, da richiedere alla struttura o all’elemento costruttivo in 
esame.  
La classe è valutabile con opportune relazioni in cui compare sia il carico di 
incendio calcolato sia dei coefficienti (tabellati e graficati) che tengono conto 
delle condizioni reali di incendio. In pratica, si ha: 
                                      C = K * q                                                        (3.1) 
Dove: 
C = classe dell’edificio; 
q = carico d’incendio; 
K = coefficiente di riduzione. 
Il carico di incendio, che in sostanza rappresenta il massimo calore che può 
sviluppare la combustione di tutti i materiali presenti in un locale, si ottiene 
dividendo il potenziale termico per unità di superficie che i materiali 
combustibili presenti nel locale sono in grado di sviluppare per il potere 
calorifico inferiore del legno. Più nello specifico, per la determinazione del 
carico di incendio risulta necessario:  
 individuare tutti gli elementi combustibili esistenti nel comparto o 
ambiente  in esame e determinazione dei loro pesi; 
 calcolare il potere calorifico che compete a tutti gli anzidetti elementi 
e materiali (ottenibile moltiplicando il loro peso per il potere calorifico 
della sostanza con la quale sono stati realizzati, espresso in kcal); 




 dividere la somma di tutti i valori così ottenuti sia per 4.400 (potere 
calorifico del legno standard), sia per la superficie dell’ambiente  o 
comparto considerato, espressa in m2. 
La relazione che sintetizza le anzidette operazioni è la seguente: 














                                          (3.2) 
nella quale: 
q   = carico di incendio in kg di legno/m2; 
gi  = peso in kg del generico combustibile i; 
Hi = potere calorifico superiore del generico combustibile in kcal/kg. 
A = superficie, espressa in m2, del locale o comparto del quale si valuta il    
carico di incendio. 
 
 Le compartimentazioni (solai, pareti divisorie e porte) sono elementi 
costruttivi aventi caratteristiche di resistenza al fuoco predeterminate che 
vengono realizzate (o installate) in funzione delle diverse esigenze di 
prevenzione incendi e che permettono:  
• Il contenimento della propagazione dell’incendio (ovvero ne 
ritardano la diffusione) in un’area circoscritta, fornendo alle persone 
presenti la possibilità di raggiungere luoghi sicuri e aree a cielo 
aperto; 
• Adeguata protezione alle vie di esodo, con particolare riferimento 
alle scale di emergenza (scale “protette”, “a prova di fumo”). 
Le scale di emergenza si distinguono in: 
 scala protetta: scala posta in un vano costituente il compartimento 
antincendio, avente accesso diretto da ogni piano con porte di 
resistenza REI, che siano dotate di congegno di auto-chiusura. Una 
scala protetta, per il tempo in cui si sviluppa l’incendio, è in grado di 
assolvere al proprio compito, cioè di impedire che sia presa dalle 




fiamme e dai fumi presenti in una qualsiasi parte dell’edificio, 
solamente se tutte le porte REI di piano risulteranno chiuse. Ciò 
significa che le porte non vanno bloccate, al fine di facilitare l’esodo 
degli occupanti, perché, in tal caso, si vanificherebbe la funzione del 
dispositivo di auto-chiusura e si favorirebbe l’invasione dei fumi e 
delle fiamme, ostacolando o impedendo la fuga delle persone presenti 
ai piani sovrastanti al piano dove si è sviluppato l’incendio; 
 scala a prova di fumo interna: s’intende una scala collocata in un vano 
costituente il compartimento antincendio, avente accesso da ogni 
piano a mezzo di porte di resistenza al fuoco REI dotate di congegno 
di auto-chiusura. È una scala accessibile da ogni piano a mezzo di un 
filtro a prova di fumo; 
 scala a prova di fumo esterna: scala situata in un vano costituente il 
compartimento antincendio, al quale si possa accedere, ad ogni piano, 
mediante porte di resistenza al fuoco almeno RE e dotate di congegno 
di auto-chiusura. L’accesso deve avvenire attraverso uno spazio 
scoperto o un disimpegno aperto per almeno un lato su uno spazio 
scoperto e dotato di parapetto a giorno. Il vano scala deve essere, 
quindi, interamente realizzato con pareti e porte tagliafuoco; 
 scala esterna di sicurezza: con cui s’intende una scala metallica, munita 
di parapetto esterno, che corre lungo una delle facciate dell’edificio e 
alla quale si ricorre solamente qualora non sia possibile adottare 
soluzioni diverse. È richiesta, per queste scale, l’adozione di una serie 
di accorgimenti, quali: 
 essere lontane da vani da cui si possono sprigionare fiamme; 
 essere munite di parapetto pieno di 1,20 m di altezza allo scopo 
di evitare la paura del vuoto; 
 essere appoggiate a muri di adeguata REI, privi di coperture o 
protetti con serramenti REI, comprese le porte; 
 essere antisdrucciolevoli. 




 Le distanze di sicurezza antincendio. Per distanza di sicurezza antincendio 
s’intende la distanza orizzontale tra una zona con potenziale rischio 
d’incendio ed un’altra zona. Tali distanze sono di notevole importanza per 
la predisposizione di un’opportuna prevenzione incendi, specialmente in 
aree ad elevato rischio d’incendio, in quanto impediscono, o riducono, la 
possibilità che un incendio, sviluppatosi in una zona di lavoro (struttura 
edilizia, macchinario o impianto) si estenda in aree confinanti ad essa. 
Sono definite distanze di sicurezza antincendio: 
 interne: tra locali distinti ma appartenenti alla medesima attività ed 
alla stessa struttura edilizia, tra edifici distinti ma appartenenti 
alla medesima attività; 
 esterne: tra edifici appartenenti ad un’attività e altri edifici ove 
vengono svolte altre attività; 
 di protezione: tra edifici appartenenti alla stessa attività e il 
confine perimetrale dell’attività. 
 
La protezione attiva riguarda: le azioni che deve porre in essere il personale 
addetto alla gestione delle emergenze, le attrezzature di lotta agli incendi, 
sistemi ed impianti antincendio. 
 
 Le azioni del personale addetto alla gestione delle emergenze: Per 
personale addetto alla gestione dell’emergenza in genere e all’incendio in 
particolare, s’intendono quei lavoratori che, designati dal datore di lavoro, 
risultano adeguatamente formati tramite corsi teorico-pratici, e che sono 
quindi in grado di far fronte al verificarsi di un’emergenza nei luoghi di 
lavoro. Tali corsi di formazione, devono, ovviamente, essere correlati alla 
tipologia dell’attività ed al livello di rischio dell’azienda. 
 
 Le attrezzature di lotta agli incendi. Le attrezzature di lotta agli incendi 
più diffusi nei luoghi di lavoro sono: a) estintori; b) idranti; c) attacchi di 




mandata per autopompa; d) altre attrezzature. 
 
a) Gli estintori. Gli estintori sono dei mezzi mobili di estinzione incendi da 
utilizzare su di un principio d’incendio. Questi sono costituiti da un recipiente 
metallico di forma cilindrica di colore rosso, contenente un agente 
estinguente che viene indirizzato verso le fiamme, sotto l’azione di una 
pressione interna. Tale pressione può essere fornita da una compressione 
preliminare permanente, da una reazione chimica ovvero dalla liberazione di 
un gas ausiliario (generalmente azoto, anidride carbonica o aria). Si dividono 
in relazione alla massa complessiva in due categorie: 
 Estintori portatili: concepiti per essere trasportati ed utilizzati a mano da 
una sola persona, con massa non superiore a 20 Kg; 
 Estintori carrellati: concepiti per essere trasportati e utilizzati su ruote 
generalmente da due persone, con massa compresa tra 20 Kg e 150 
Kg. 
Gli estintori possono essere: a polvere, ad anidride carbonica, ad idrocarburi 
alogenati, ad acqua, a schiuma. 
 
b) Gli idranti. Per idrante antincendio s’intende “un attacco unificato” dotato 
di valvola d’intercettazione ad apertura manuale collegato a una rete di 
alimentazione idrica. Un idrante può essere a muro, a colonna soprasuolo 
oppure sottosuolo. Esistono anche i naspi che sono un’apparecchiatura 
antincendio composta da una bobina con alimentazione idrica (anche rete 
sanitaria) assiale, una valvola automatica o manuale d’intercettazione, una 
tubazione semirigida, una lancia erogatrice e una guida di scorrimento per la 
tubazione; sono utilizzate in luoghi a basso rischio incendio. Gli idranti sono 
divisi in due gruppi a seconda se vengono mantenuti o meno sotto la continua 
pressione d’acqua. Il tipo che trova notevoli applicazioni negli edifici di 
civile abitazione e nei fabbricati industriali è quello a parete, costituito da 
un’opportuna manichetta flessibile e da una lancia collegata alla rete idrica 




dell’edificio tramite attacco filettato. L’alimentazione idrica di una rete di 
idranti può provenire da idonee riserve d’acqua appositamente realizzate per 
l’antincendio, ovvero direttamente dall’acquedotto, e deve fornire 
costantemente all’intero sistema un’adeguata quantità d’acqua per un tempo 
sufficiente alle prevedibili necessità e un’adeguata pressione affinché 
possano essere raggiunti anche i piani più elevati   degli edifici da proteggere. 
 
c) Attacchi di mandata per autopompa. L’attacco di mandata per autopompa 
è un dispositivo costituito da una valvola d’intercettazione ed una di non 
ritorno, dotato di uno o più attacchi unificati per tubazione flessibile 
antincendio. Serve come alimentazione idrica sussidiaria. 
 
d) Altre attrezzature. Per altre attrezzature s’intendono quei mezzi sussidiari 
d’intervento manuale, che possono essere installati nei luoghi di lavoro e che 
comprendono il secchiello di sabbia, il picozzino, la coperta antifiamma, la 
lampada di emergenza autoalimentata, i D.P.I. (elmetto con visiera, 














 I sistemi antincendio. I sistemi di protezione antincendio si distinguono 
in: impianti di spegnimento automatico e/o manuale d’incendio; dispositivi di 
rivelazione e di allarme incendi;  sistemi di evacuazione dei fumi.  
• Gli impianti di spegnimento automatico e/o manuale d’incendio. Gli 
impianti fissi di spegnimento automatico e/o manuale d’incendio sono 
quegli impianti che, tramite opportuni dispositivi (rivelatori 
d’incendio), intervengono automaticamente per l’estinzione di un 
incendio, fin dalle fasi iniziali. Essi risultano denominati in funzione 
del tipo di estinguente utilizzato; si distinguono in: acqua; schiuma; 
polvere chimica; anidride carbonica e ad estinguenti alternativi agli 
idrocarburi alogenati.  
• Dispositivi di rivelazione e di allarme incendi. Per rivelatori di allarme 
d’incendio s’intendono quei dispositivi destinati a rivelare, segnalare e 
localizzare automaticamente un principio d’incendio, ed hanno il fine 
di allertare, in tempo utile, le persone presenti, affinché possano 
abbandonare l’area senza pericoli. Questi impianti sono costituiti 
essenzialmente da:  
a) rivelatori d’incendio, che sono definiti in base al fenomeno 
rivelato, e che sono rivelatori di:  
 fumo (ionizzazione o ottico), sensibili alle particelle prodotte 
dalla combustione e/o dalla pirolisi sospesa nell’aria; 
 termici, sensibili ad aumenti di temperatura; 
 fiamma, sensibili alla radiazione ultravioletta o infrarossa; 
b) centralina di controllo e segnalazione;  
c) sorgente di alimentazione elettrica, necessaria per 
l’alimentazione della centrale di comando e per i dispositivi ad 
essa collegati; 
d) dispositivi di allarme acustico e/o ottico; 
e) attuatori (pulsanti), per l’attivazione manuale dell’allarme di 
emergenza. 




• Per evacuatori di fumo e calore s’intendono quei sistemi automatici, 
che, installati sui soffitti o sulle coperture degli edifici commerciali o 
industriali, consentono la fuoriuscita dei fumi e dei gas di combustione 
dovuti all’incendio. L’adozione di tali dispositivi, che nel caso di 
apertura automatica sono comandati da opportuni sensori, hanno lo 
scopo di: 
 agevolare l’esodo delle persone presenti;  
 agevolare l’intervento dei soccorritori;  





Figura 3. 17 - Centrale Antincendio 
 




3.17.5 Le vie di esodo 
 
Le vie di esodo consistono in un sistema di vie di uscita disposte in modo tale 
da garantire alle persone di raggiungere, senza assistenza esterna, un luogo 
sicuro. 
Esse devono essere: 
 tenute costantemente sgombre; 
 in numero e dimensioni adeguate alla estensione del luogo di lavoro, 
alla loro ubicazione, alla loro destinazione d’uso ed alle attrezzature 
installate, nonché al numero massimo delle persone che possono 
essere presenti in tali luoghi; 
 realizzate in modo che l’altezza minima non sia inferiore a 2,00 m e la 
larghezza minima sia conforme alla normativa vigente in materia 
antincendi; 
 evidenziate da apposita segnaletica, conforme alle norme vigenti;  
 munite, quando necessario, di opportuna illuminazione di emergenza, 
che entri in funzione automaticamente, in mancanza di alimentazione 
elettrica. 
 
Quando nel percorso delle vie e delle uscite di emergenza sono presenti delle 
porte, queste devono essere apribili nel verso dell’esodo; e nel caso in cui tali 
porte devono essere tenute chiuse, queste devono potersi aprire facilmente. 
 
Per stabilire se le vie di uscita presenti in un determinato luogo sono adeguate 
all’uso è necessario che: 
a) ogni luogo di lavoro deve disporre di vie di uscita alternative, ad 
eccezione di quelli di piccole dimensioni o dei locali a rischio 
d’incendio medio/basso; 
b) ciascuna via di uscita deve essere indipendente dalle altre e distribuita 
in modo che le persone possano ordinatamente allontanarsi da un 





c) dove è prevista più di una via di uscita, la lunghezza del percorso per 
raggiungere la più vicina uscita di piano non dovrebbe essere 
superiore ai seguenti valori: 
▪ 15 – 30 metri (tempo max di esodo 1 minuto) per aree a rischio 
d’incendio elevato; 
▪ 30 – 45 metri (tempo max di esodo 3 minuti) per aree a rischio 
d’incendio medio; 
▪ 45 – 60 metri (tempo max di esodo 5 minuti) per aree a rischio 
d’incendio basso. 
d) le vie di uscita devono sempre condurre ad un luogo sicuro;  
e) i percorsi di uscita in un’unica direzione (per quanto possibile) devono 
essere evitati e nel caso in cui tale condizione non può essere 
soddisfatta, la distanza da percorrere fino ad una uscita di piano o fino 
al punto dove inizia la disponibilità di due o più vie di uscita, non 
dovrebbe eccedere: 
▪ 6 – 15 metri (tempo max = 30 secondi) per aree a rischio elevato; 
▪ 9 – 30 metri (tempo max = 1 minuto) per aree a rischio medio;  
▪ 12 – 45 metri (tempo max = 3 minuti) per aree a rischio basso. 
f)  le vie di uscita devono disporre di una larghezza sufficiente, in 
relazione al numero massimo delle persone che possono essere 
presenti sul luogo di lavoro; 
g) ogni locale, o piano dell’edificio, deve disporre di numero sufficiente 
di uscite di larghezza adeguata all’uso; 
h) ogni porta sul percorso di uscita deve poter essere aperta facilmente ed 








3.17.6 Il Piano di Emergenza 
 
L’emergenza può essere definita come il verificarsi di una situazione 
anomala (terremoto, incendio, etc.) prevedibile o imprevedibile. Dal punto di 
vista operativo nel piano di emergenza vengono considerate solo emergenze 
prevedibili. 
Il piano di emergenza consiste in un insieme di misure tecnico-operative 
predisposte per fronteggiare un’emergenza sul luogo di lavoro. Ha il compito 
di fornire ai lavoratori istruzioni comportamentali in una situazione di 
pericolo. Il piano di emergenza è un documento redatto in conseguenza della 
individuazione e della valutazione dei rischi, può essere costituito: 
• per luoghi di lavoro di piccole dimensioni, con rischio d’incendio basso 
o medio, da istruzioni relative alla descrizione dei luoghi di lavoro e 
alle attività svolte, al numero dei lavoratori presenti e ad una serie di 
istruzioni comportamentali per i lavoratori in genere e per quelli 
incaricati della gestione delle emergenze in particolare; 
• per luoghi di lavoro di grandi dimensioni, con rischio d’incendio 
elevato, da un apposito elaborato comprendente, oltre alle voci 
riportate al punto precedente, anche la descrizione dei rischi potenziali 
propri dell’attività (deposito, impianto, etc.); rischi che possono 
interessare non solo le persone che si trovano all’interno dell’area 
aziendale, ma anche quelle che si trovano all’esterno di questa. 
 
Il piano di emergenza può essere: 
 Esterno (PPE), che tratta situazioni di pericolo che possono presentarsi 
all’esterno dei luogo di lavoro di un’azienda, inteso come uno 
stabilimento industriale, un deposito di materiali infiammabili, una 
cartiera etc., e che può dar luogo a gravi sinistri, che potrebbero 
coinvolgere vaste aree geografiche, coinvolgendo anche insediamenti 
abitativi. Tale piano, viene gestito da un gruppo di esperti, coordinati 





 Interno (PPI), che tratta situazioni di pericolo che possono accadere 
all’interno di un luogo di lavoro di un’azienda, inteso come 
stabilimento industriale, settore, reparto, edificio, etc., viene redatto 
dal datore di lavoro dell’azienda stessa. 
 
Il piano di emergenza è costituito fondamentalmente da due parti:  
 la prima di carattere generale con la descrizione dei luoghi di lavoro; 
 la seconda con la descrizione delle procedure da porre in essere al 
verificarsi dell’emergenza.  
Nella prima parte del piano è necessario riportare la strategia: 
 le caratteristiche dei luoghi di lavoro (aree di stabilimento, numero degli 
edifici, numero dei piani, superfici di piano, tipo di struttura e di 
copertura del fabbricato etc.); 
 il tipo di attività svolta nell’azienda (attività industriale, deposito di 
materiali infiammabili o combustibili, lavoro di ufficio etc.); 
 il numero massimo delle persone che possono essere presenti 
contemporaneamente sul luogo di lavoro (lavoratori, lavoratori 
occasionali, pubblico, etc.) e loro collocazione abituale; 
 i lavoratori eventualmente esposti a rischi particolari;  
 il numero ed i nominativi degli addetti all’attuazione ed al controllo del 
piano, ed all’assistenza per l’esodo (addetti alla gestione 
dell’emergenza, esodo, lotta antincendio e primo soccorso) e i loro 
compiti;  
 eventuali informazioni concernenti raccomandazioni sul comportamento 
da adottare in ambienti di lavoro con rischi particolari; 
 opportune piante e/o planimetrie in scala ove siano riportati il tipo, il 
numero e l’ubicazione dei dispositivi, dei mezzi e degli impianti di 
lotta agli incendi, l’ubicazione dell’interruttore generale di 
alimentazione elettrica, della centralina antincendio (ove presente), 




della eventuale linea telefonica preferenziale, delle valvole 
d’intercettazione delle adduzioni del gas o di altri fluidi pericolosi, 
della cassetta di pronto soccorso etc.; 
 le aree, ovvero i locali, dove vengono svolte attività a rischio 
d’incendio;  
 i locali opportunamente compartimentati;  
 le scale di emergenza (scale protette, a prova di fumo, esterne). 
 
Nella seconda parte del piano è necessario riportare la tattica, ovvero le 
procedure operative, che deve compiere la persona che scopre il verificarsi 
di un’emergenza: 
 necessarie per allarmare tutti i presenti nell’area;  
 di primo intervento da attuare mediante i dispositivi e le attrezzature di 
lotta agli incendi installate nei luoghi di lavoro;  
 per l’esodo di tutti i presenti dal luogo di lavoro e l’individuazione del 
sito di raccolta per tutto il personale;  
 per il distacco delle alimentazioni e delle utenze (energia elettrica, gas, 
etc.);  
 per la messa in sicurezza degli impianti e delle macchine;  
 per la richiesta di intervento agli Enti preposti alle gestione delle 
emergenze; 
 per l’assistenza alle persone con mobilità, vista ed udito menomato o 
limitato, alle persone anziane, alle donne in stato di gravidanza ed ai 
bambini. 
 
Inoltre, per i luoghi di lavoro di grandi dimensioni, il piano di emergenza 
dovrà comprendere anche opportune planimetrie dove saranno riportate: 
 le caratteristiche distributive dei luoghi di lavoro, con particolare 
riferimento alle aree a rischio specifico d’incendio, come ad esempio 
un deposito di materiali infiammabili o combustibili; 




 le vie di esodo;  
 le compartimentazioni antincendio;  
 il tipo, il numero e l’ubicazione delle attrezzature, i dispositivi e gli 
impianti di estinzione degli incendi;  




3.17.7 Le esercitazioni di emergenza 
 
Nel caso in cui in un luogo di lavoro si verifichi un’emergenza incendio è 
necessario che tutte le persone presenti conoscano ed applichino le procedure 
riportate nel piano di emergenza dell’azienda e che devono essere state 
oggetto di opportune esercitazioni da effettuarsi almeno una volta all’anno. 
Tali esercitazioni risultano di notevole importanza, in quanto, tutti i lavoratori 
mettono in pratica le operazioni previste dal piano di emergenza e quindi al 
verificarsi di un’emergenza sono in grado di eseguire, senza indugio, le 
operazioni di esodo, che comprendono: 
• l’accertamento dell’entità dell’incendio (o di altra emergenza);  
• la segnalazione del verificarsi di un incendio (o di altra emergenza), 
mediante l’attivazione manuale (pulsanti) collegati ai sistemi di 
allarme acustico e/o ottico installati presso i luoghi di lavoro (per i 
luoghi di lavoro di piccole dimensioni è sufficiente l’avviso vocale);  
• un primo intervento sulle fiamme, mediante l’utilizzo dei dispositivi di 
lotta agli incendi, se le condizioni del rogo lo consentono;  
• la richiesta di intervento degli Enti preposti alla gestione delle 
emergenze; 
• l’esclusione delle alimentazioni e delle utenze, quali l’energia elettrica, 
il gas etc., e la messa in sicurezza di macchine ed impianti (quando 





• il coordinamento del personale nelle fasi di esodo dai luoghi di lavoro, 
ponendo particolare attenzione se nell’area è presente pubblico 
occasionale ovvero persone che non hanno familiarità con i luoghi di 
lavoro e con le relative vie di uscita di emergenza;  
• l’assistenza alle persone con mobilità, vista ed udito menomato o 
limitato, alle persone anziane, alle donne in stato di gravidanza ed ai 
bambini;  
• il controllo dell’avvenuto abbandono di tutte le persone presenti nel 
luogo di lavoro (quando possibile) e successivamente verificando, una 
volta fuori dall’area interessata dall’incendio (ovvero dall’emergenza), 
le persone presenti, tramite l’ausilio di idonei elenchi del personale. 
 
 
3.17.8 Procedure di esodo 
 
Le procedure di esodo da un qualsiasi luogo di lavoro risultano sempre 
estremamente delicate, in quanto vengono effettuate dai presenti, con stati 
d’animo in crescente agitazione. 
Tali procedure divengono particolarmente problematiche, quando le strutture 
edilizie ove si è sviluppata un’emergenza incendio risultano avere: 
 un elevato grado di affollamento e dove i soggetti presenti non hanno 
familiarità con le vie di uscita, come grandi magazzini, discoteche, 
alberghi, supermercati, ipermercati etc.; 
 un significativo grado di affollamento e dove i soggetti presenti non 
sono in grado di provvedere, senza aiuto esterno, alla propria 
incolumità, come ospedali, case di cura, case di riposo per anziani etc.; 
 un alto grado di affollamento e dove i soggetti presenti possono essere 
facilmente preda del panico, come negli istituti scolastici; 




 un notevole numero di piani in elevazione o in sotterraneo dove alle 
persone presenti dovrà essere impedito l’utilizzo degli ascensori. 
 
 
3.17.9 La formazione dei lavoratori 
 
Ogni datore di lavoro è tenuto a fornire ai lavoratori un’adeguata formazione 
ed informazione sui principi di base della prevenzione incendi e sulle azioni 
da compiere in presenza di un’emergenza incendio sul luogo del lavoro. 
In particolare i lavoratori devono adeguatamente essere informati circa: 
 i rischi d’incendio legati all’attività propria dell’azienda; 
 i rischi d’incendio legati alle specifiche mansioni del singolo 
lavoratore; 
 le misure di prevenzione e protezione incendio adottate nel luogo di 
lavoro; 
 l’ubicazione delle vie e le uscite d’emergenza; 
 i comportamenti da adottare; 
 i nominativi dei lavoratori incaricati di applicare le misure di 
prevenzione incendi, lotta all’incendio e gestione delle emergenze; 
 il nominativo del Responsabile del Servizio Prevenzione e Protezione. 
 
Tali informazioni devono essere fornite ai lavoratori all’atto dell’assunzione 
e devono essere aggiornate nei casi in cui si verifichino mutamenti sensibili 
all’interno dell’azienda. 
I lavoratori incaricati della gestione delle emergenze devono frequentare 
appositi corsi di formazione nei quali i lavoratori saranno formati sul 
comportamento da adottare in caso d’incendio, in particolare: 
 accertare l’entità dell’incendio (o di altra emergenza);  
 segnalare a tutto il personale il verificarsi di un incendio; 
 effettuare un primo intervento sulle fiamme, mediante l’utilizzo dei 




dispositivi di lotta agli incendi, se le condizioni del rogo lo 
consentono; 
 richiedere un intervento degli Enti preposti alla gestione delle 
emergenze; 
 escludere le alimentazioni delle utenze; 
 coordinare il personale nelle fasi di esodo dai luoghi di lavoro, ponendo 
particolare attenzione se nell’area è presente pubblico occasionale 
ovvero persone che non hanno familiarità con i luoghi di lavoro e con 
le relative vie di uscita di emergenza.  
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Dopo aver discusso sul Rischio Incendio e sulla corretta procedura da 
adottare per poterlo gestire e contenere al meglio, occorre capire quali sono 
i fattori che devono necessariamente essere presi in considerazione quando 
si studia un processo di evacuazione da una struttura. 
Nello specifico,oltre ai fattori “oggettivi”, quali ad esempio quelli strutturali 
e normativi, è importante considerare i fattori “soggettivi”, legati cioè alle 
reazioni che avranno le persone in una situazione di emergenza. 
Studiare il comportamento umano in caso di incendio è la naturale 
conseguenza dello sviluppo in seno alla ricerca antincendio di una specifica 
tematica che, divenuta sempre più importante, attraverso gli anni settanta e 
ottanta, è giunta in questo momento a una verifica di maturità anche 
attraverso l’abbandono dei codici prescrittivi di progettazione antincendio e 
l’attuazione in molti paesi del mondo del performance-based. 
Il presente capitolo analizza questi aspetti e le principali teorie che verranno 
poi poste alla base del modello simulativo costruito. 
 
  




4.1 Cenni introduttivi sul comportamento umano 
 
Con il termine comportamento si intende l’insieme delle risposte che 
l’organismo animale dà in conseguenza a stimolazioni esogene e/o endogene. 
È l’espressione di una vasta rete di eventi di ordine biologico e psicologico, 
altamente integrati a molti livelli. 
È provocato sempre da uno stimolo (input) e può modificarsi con il tempo e 
l’esperienza. Il comportamento non va valutato in maniera astratta, ma va 
legato ad una specifica attività dell’individuo o dei gruppi. Può considerarsi 
una pluralità di azioni organiche che danno la possibilità di definire il modo 
di esistere di un individuo o di un gruppo. Si distinguono comportamenti 
individuali e collettivi. Questi ultimi sono una risposta a tensioni strutturali, a 
tensioni istituzionali e hanno bisogno di fattori precipitanti. Quanto ai fini o 
ai motivi che lo scatenano, essi sono i più vari: dagli eventi bellici, alle 
catastrofi, alle crisi economiche, alle proteste politiche, ai conflitti razziali o 
etnici e perfino a situazioni di antagonismo sportivo o di quartiere o a 
fenomeni che hanno commosso l’opinione pubblica. 
In genere il comportamento collettivo ha come fondamento o motivazione la 
soluzione di un problema, di una difficoltà. Si possono evidenziare, in 
emergenza: 
 Comportamenti collettivi adatti - Sono quelli caratterizzati dal 
persistere e/o dal riorganizzarsi delle strutture di quel gruppo sociale, 
quali ad esempio gli uffici comunali, le scuole, gli ospedali; 
 Comportamenti collettivi inadatti - Sono quelli caratterizzati da una 
risposta non logica e non razionale; producono conseguenze 
pericolose per la sicurezza delle vittime e degli stessi soccorritori. Le 
reazioni più frequenti sono quelle di “commozione – inibizione - 
stupore” e quella di “panico”.  




I comportamenti collettivi, in generale, possono essere riferiti alle zone 
dell’evento e alle fasi dell’evento, a seconda che si consideri l’asse dello 
spazio o l’asse del tempo: 
 Comportamenti in riferimento alle zone: 
 zona d’impatto (i superstiti sono pochi e hanno comportamenti 
cosiddetti di “commozione-inibizione- stupore”); 
 zona di distruzione (le persone colpite possono manifestare 
comportamenti inadatti quali indecisione, azioni inutili e non 
coordinate, fuga centrifuga, panico); 
 zona marginale (le persone in questa zona possono avere 
comportamenti di inquietudine, incertezza, angoscia; questa è una 
zona di importanza fondamentale nella quale l’elevato numero di 
persone, aventi scopi diversi, potrebbe dare origine al panico); 
 zona esterna (possono esservi comportamenti che aumentano il 
disordine, causati dalla gente che cerca di andare verso il centro; 
necessità di misure d’ordine chiare e precise). 
 
 Comportamenti in riferimento alle fasi: 
• fase di preallarme (serve a valutare il grado di preparazione della 
gente in vista di un evento calamitoso); 
• fase di allarme (caratterizzata da uno stato di angoscia utile, che può 
degenerare in agitazione - fino al panico - se la fase precedente non è 
stata affrontata in modo efficace); 
• fase di shock (provoca uno stress più o meno intenso che può 
provocare disorientamento spazio-temporale); 
• fase di reazione (deriva dalla precedente e provoca perdita delle 
capacità individuali di decisione razionale e spesso ricerca di 
protezione o di un modello esterno); 
• fase di risoluzione (caratterizzata dal ritorno alla coscienza); 




• fase post-catastrofe (in questa fase possono esservi comportamenti 
collettivi di violenza e vandalismo; ricerca di un “capro espiatorio”; 
comportamenti di dolore collettivo e/o “sindrome del sopravvissuto”). 
 
 
4.2 Il comportamento umano in caso di incendio 
 
Lo studio del comportamento umano in caso di incendio [1], come nel caso di 
una generica emergenza, presenta delle difficoltà non facilmente superabili, 
poiché molte delle situazioni di cui sarebbe importante conoscere i dati non 
possono essere simulate in laboratorio. Inoltre può essere considerata relativa 
l’attendibilità dei dati tratti a seguito di esercitazioni nelle quali manca 
l’effetto sorpresa o ansia, lo stress e la possibilità di panico che possono 
manifestarsi in situazioni reali. Soprattutto la complessità del comportamento 
umano rende difficile la previsione dei dati che sarebbero utili ai fini della 
sicurezza antincendio. 
A queste difficoltà va aggiunto che, come dicono Luca Pierantoni e Gabriele 
Prati nel loro saggio “il comportamento umano negli incendi” [2], per anni 
gli ingegneri che si sono occupati di sicurezza si sono basati sul semplice 
presupposto che quando si attiva un allarme sonoro, le persone iniziano ad 
evacuare immediatamente. Si credeva che la rapidità con cui le persone 
riuscivano ad uscire da un edificio dipendesse principalmente dalle abilità 
fisiche individuali, dalla locazione dell’uscita di sicurezza e dall’azione di 
propagazione dell’evento, naturale o non, che aveva portato alla situazione 
d’emergenza. 
Tuttavia il lavoro degli scienziati ha mostrato che sono ben diversi i 
comportamenti osservati nelle persone durante le situazioni di pericolo e di 
emergenza. In realtà, la ricerca ha mostrato che gli individui dopo un allarme 




occupano una parte del tempo in attività non rivolte all’evacuazione e che 
questo intervallo può costituire fino a due terzi del tempo che si impiega per 
uscire dall’edificio. La naturale inclinazione delle persone sarebbe quella di 
voler “definire” la situazione prima di “rispondere” di fronte ad un allarme 
sonoro che di per sé è uno stimolo intrinsecamente ambiguo. Per tale motivo, 
le persone aspettano altri indicatori ambientali, come ad esempio l’odore del 
fumo, le urla di una persona ferita, un collega che gli dice di uscire, o cercano 
informazioni su cosa sta accadendo. Le persone tendono a pensare che la 
probabilità che l’allarme corrisponda ad un evento reale e che questo possa 
rappresentare un pericolo per loro sia estremamente bassa. 
L’espressione inglese “milling” (girovagare come un mulino) indica proprio 
l’interazione sociale nelle prime fasi di allarme: gli individui verificano e 
cercano una conferma con le altre persone della gravità del messaggio o 
dell’avvertimento che hanno ricevuto; solo quando la rete sociale conferma la 
validità dell’avviso, iniziano ad eseguire azioni protettive. Alle persone che 
tendono all’inerzia, non piace interrompere un’attività per rispondere ad un 
allarme. 
Usando una pluralità di metodi di ricerca, come osservazione diretta 
dell’evacuazione tramite telecamere nascoste o interviste a sopravvissuti di 
incendi, Proulx (2005) [3], uno dei più autorevoli in materia, ha mostrato che 
in media ci vogliono tre minuti prima che le persone inizino a lasciare 
l’appartamento in un edificio residenziale. Anche se a prima vista sembra 
modesto, sappiamo, ad esempio, che il fuoco si evolve molto rapidamente e 
in un incendio reale tre minuti potrebbero essere una questione di vita o di 
morte. 
Lo studio su come gli occupanti di un edificio reagiscono ad un incendio o ad 
un danno strutturale esiste da 30 anni ma è stato sollecitato da eventi 
drammatici recenti. Secondo gli studi del NIST, National Institute Of 




Standards And Technology, che ha ricostruito il comportamento di 
evacuazione delle 15˙000 persone nelle Twin Towers l’11 settembre 2001, è 
stato stimato che il 70% delle persone nel World Trade Center che 
sopravvissero a quel disastro, prima di fuggire, parlò fra loro sul da farsi e su 
cosa stesse succedendo. Proulx ha analizzato i resoconti di 324 persone sulla 
loro evacuazione dai grattacieli, l’83% ha giudicato la situazione molto grave 
nei primi minuti dopo lo schianto; tuttavia anche dopo aver visto le fiamme, 
il fumo e le carte che volavano, solo il 55% dei superstiti è evacuato 
immediatamente, il 13% si è fermato per recuperare i propri beni personali, il 
20% ha messo in sicurezza i suoi dati personali e poi ha girato per il piano 
prima di evacuare, l’8% aveva inizialmente deciso di restare ma dopo ha 
cambiato idea. 
È quindi evidente come sia fondamentale la comprensione più accurata 
possibile del comportamento degli individui in caso di emergenza se si vuole 
realizzare una analisi prestazionale completa dell’evacuazione di un edificio. 
Va quindi precisato che, per quanto riguarda l’analisi del comportamento 
umano, le considerazioni possono essere di tipo qualitativo o quantitativo. A 
questo riguardo può essere utile riassumere il rapporto tra argomento e tipo di 
analisi, che evidenzia ulteriormente i motivi che rendono difficile la 
valutazione del comportamento umano. 
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4.3 Le caratteristiche degli 
 
Le caratteristiche delle persone presenti nell’e
i testi normativi e tecnici reperibili è possibile definire “occupanti”,
costituiscono un aspetto fondamentale nella previsione della rispos
di incendio. Purtroppo questo argomento deve essere trattato attraverso
valutazioni di tipo qualitativo, e la conseguente difficoltà di renderne
omogeneo l’esito con il processo di valutazione numerica porta in alcuni casi 
a trascurarne la rilevanza.
Nella valutazione delle caratteristiche degli occupanti si devono analizzare le
caratteristiche chiave dei gruppi specifici.
procedure di emergenza, la capacità e la
elementi determinanti. Questo tipo di
del processo di ricezione, di
In generale il processo di decisione e di movimento legati all’esodo può 

















 – Il comportamento umano durante le emergenze
occupanti 
dificio, che per conformità con 
 
 Per esempio la familiarità con le 
 velocità di reazione possono essere 
 valutazione è basato sulla conoscenza 
 interpretazione e di validazione degli indizi.
Figura 4.1. 
 - Processo di decisione e di movimento legati all’esodo




•periodo di pre movimento;
•decisioni durante il movimento.














Gli indizi che possono essere presi in considerazione da una persona 
coinvolta in qualche modo da un incendio all’interno di un edificio possono 
essere: 
 allarmi forniti dai sistemi di rilevazione ed allarme; 
 percezione diretta dei prodotti della combustione; 
 comunicazione da parte di altre persone; 
 interruzione dei servizi (energia elettrica, comunicazione o simili). 
Tutti questi segnali non danno inizio necessariamente all’esodo, ma devono 
essere valutati in relazione alle caratteristiche dei gruppi di persone 
identificati ai fini della risposta per l’evacuazione. 
Per quanto riguarda il processo di decisione, la valutazione deve prendere in 
considerazione quali azioni le persone possono adottare dopo aver ricevuto 
ed interpretato gli indizi provenienti dall’ambiente circostante. 
Tali azioni possono ricadere tra le seguenti: 
 cercare ulteriori informazioni; 
 cercare altre persone; 
 cercare di avvisare altre persone; 
 tentare l’estinzione dell’incendio; 
 iniziare l’esodo; 
 proseguire la propria attività. 
La documentazione di eventi avvenuti nel passato dimostra che queste azioni 
possono ritardare l’inizio del movimento verso un luogo sicuro e l’esame di 
questi dati deve essere particolarmente attento, poiché i tempi di esodo 
registrati nella realtà devono essere valutati alla luce delle specifiche 
caratteristiche delle persone presenti. 
Un ulteriore elemento da valutare è quello relativo alle persone che si trovano 
sole in un ambiente. La presenza di altre persone ha un effetto di inibizione 




sull’avvio dell’esodo quando tutti gli indizi sono incerti, anche se aumenta la 
possibilità di essere avvertiti da un allarme. Al contrario, una persona sola 
risponderà più velocemente a indizi certi. La familiarità con l’edificio gioca 
un ruolo importante nella strategia di sicurezza. Chi conosce bene l’ambiente 
in cui si trova, di solito conosce bene le vie di esodo e può localizzare quella 
più vicina, soprattutto se ha preso parte ad esercitazioni di emergenza e se 
esse sono state svolte con la frequenza appropriata. 
Al contrario, è più probabile che per allontanarsi dall’edificio, gli occupanti 
utilizzino il percorso utilizzato per l’ingresso. A questo riguardo deve essere 
analizzata la segnaletica di sicurezza, affinché le persone possano farne un 
uso corretto. È esperienza quotidiana di tutti trovarsi davanti a un gran 
numero di cartelli di sicurezza, anche se i percorsi utilizzati per l’esodo sono 
quasi sempre quelli più familiari, e questo implica una maggiore difficoltà di 
percorso in caso di emergenza. È possibile ritenere che le vie di esodo 
alternative siano utilizzate solo dopo che sia stata verificata l’impraticabilità 
di quelle già note. 
Il tempo di pre-movimento sarà influenzato dal tipo di attività che le persone 
stanno svolgendo all’interno dell’edificio, che possono comportare dei tempi 
di reazione necessariamente molto differenti; altri aspetti che vanno valutati 
nell’analisi delle caratteristiche di comportamento riguardano aspetti come il 
genere, l’età, le capacità fisiche e sensoriali, la familiarità con l’ambiente, le 
esperienze di emergenze e di incendio, il ruolo sociale e l’impegno verso la 
propria attività. L’importanza delle caratteristiche è relativa alla particolare 
valutazione che deve essere svolta e tali aspetti possono essere riferiti al solo 
gruppo che risulta essere più critico ai fini della valutazione. 
Nella tabella 4.2 si schematizzano alcune tra le principali caratteristiche degli 
occupanti che hanno rilevanza ai fini dell’esodo in caso di emergenza. 
 




Tabella 4. 2 – Schematizzazione della risposta umana in relazione alle caratteristiche più 
significative delle persone coinvolte in una situazione di emergenza 
Caratteristiche delle persone Descrizione 
Numero delle persone e densità 
La densità di persone e, quindi, il numero 
massimo ammesso in ogni ambiente sono spesso 
indicati dalle norme. La densità influenza la 
velocità di esodo. 
Da soli o con gli altri 
L’essere soli o con altre persone inibisce l’avvio 
di azioni particolari quando gli indizi sono 
incerti, ma garantisce migliore comunicazione. 
Affiliazione sociale 
Insieme al punto precedente questo aspetto può 
essere rilevante nella determinazione del tempo 
di pre-movimento, poiché alcuni gruppi 
potrebbero cercare di ricomporsi prima di 
iniziare il movimento. 
Familiarità con l’ambiente 
La conoscenza delle vie di esodo e dei sistemi di 
allarme garantisce procedure di esodo più rapide, 
soprattutto in presenza di svolgimenti regolari 
delle esercitazioni di emergenza. 
Ruolo e responsabilità 
Il ruolo sociale può essere rilevante 
nell’emergenza, soprattutto se associato ad 
autorità ed addestramento. 
Ubicazione 
Oltre ad essere rilevante il tempo di movimento, 
l’ubicazione può influenzare la comprensione 
dell’allarme ed anche la sua ricezione. 
Impegno 
Le persone si trovano in un determinato 
ambiente per un motivo. L’esistenza delle 
ragioni per cui sono presenti può proseguire 
anche dopo la ricezione dei primi indizi 
sull’esistenza di condizioni anomale, e questo 
può rendere le persone riluttanti a rispondere alle 
esigenze dell’emergenza. 
Punto focale 
Molti edifici hanno un ambiente verso cui le 
persone guardano o convergono. Questo tipo di 
attenzione si manterrà anche in caso di allarme e 
potrà essere utilizzato durante l’emergenza per 
fornire indicazioni sull’esodo o sul 
comportamento. 




Caratteristiche delle persone Descrizione 
Condizioni delle persone 
Durante l’esodo le condizioni delle persone 
possono cambiare in relazione alla 
concentrazione o alla dose accumulata di specie 
tossiche con le quali sono venute in contatto. 
Genere 
Una delle caratteristiche che distingue gli uomini 
dalle donne riguarda la maggiore attitudine degli 
uomini a cercare di combattere gli incendi 
mentre le donne sono più pronte a fuggire ed 
avvertire gli altri presenti. 
Età 
La variazione delle capacità mostrate nel 
comportamento in emergenza delle persone in 
relazione all’età sono state suddivise nelle tre 
categorie delle capacità, del processo decisionale 
e delle azioni. Di esse, la diminuzione delle 
prestazioni fisiche dovrebbe influenzare 




4.4 Risposta agli indizi 
 
Il processo di risposta agli indizi è composto essenzialmente da tre fasi: 
1. ricezione (sentire fisicamente); 
2. riconoscimento (riconoscere come tale l’indizio); 
3.  interpretazione (dare all’indizio il suo significato). 
La valutazione di tale comportamento può essere svolta solo dopo che siano 
state identificate le caratteristiche del gruppo di persone esposte al rischio. 
Per indizi, ai fini della sicurezza antincendio, si intendono i prodotti della 
combustione, i segnali di allarme, le comunicazioni da parte di altre persone. 
I prodotti della combustione sono presenti, di solito, nell’ambiente interessato 
dall’incendio, ma possono essere percepiti anche in altre aree. Il contatto con 




i prodotti della combustione può avviare anche il processo di allarme nei 
riguardi di altre persone presenti. 
Per quanto riguarda i segnali generati da un sistema automatico di allarme si 
deve considerare il fatto che possono essere interpretati in modo diverso. La 
loro rilevanza ai fini della decisione delle azioni da adottare, quindi, deve 
essere valutata specificamente. Anche l’efficacia dell’avvertimento diretto da 
parte di altre persone deve essere valutato allo stesso modo. 
In generale si deve ricordare che quanto è stato registrato dopo incendi reali 
mostra che le persone non iniziano l’esodo immediatamente dopo la ricezione 
dei primi indizi. Necessariamente trascorrerà un tempo per l’elaborazione del 
messaggio ricevuto. Tale tempo è definito nella letteratura tecnica come 
tempo di validazione dell’indizio. 
La ricezione dei segnali di allarme dipenderà dalle capacità percettive 
dell’individuo e dalle caratteristiche di percepibilità del segnale. 
È stato sottolineato che la realizzazione di sistemi di allarme di solito 
presuppone che i sistemi stessi mettano i presenti nella condizione di avviare 
l’esodo di emergenza con un minimo ritardo. Quasi senza eccezione, però, i 
dati sperimentali contraddicono questa presunzione e suggeriscono l’idea che 
un allarme da solo non avvii l’esodo ma dia un inizio alla ricerca di ulteriori 
indizi, e cioè alla fase di conferma dell’indizio. 
 
 
4.5 Evacuazione di una folla di individui 
 
L’evacuazione di emergenza da un edificio è un processo complesso, che ha 
avvio quando le persone divengono consce dell’esistenza di una situazione di 




emergenza e mettono in atto una serie di processi mentali e di azioni, prima e 
durante l’adozione di azioni che li portano verso luoghi sicuri. 
Come detto in precedenza, gli indizi iniziali possono essere quelli legati alla 
percezione diretta del pericolo, come per esempio di un incendio, oppure 
possono risultare ad esempio dall’attivazione di segnali di allarme o di 
comunicazioni da parte di altre persone. 
Una volta ricevuti questi indizi, la persona inizierà un processo di validazione 
che proseguirà anche durante la fuga. Prima dell’inizio dell’esodo la persona 
dovrà prendere decisioni, su cosa fare, se raccogliere degli oggetti, se 
chiamare altre persone, aiutandole eventualmente a portarsi in salvo. Una 
volta che la persona si è portata in un luogo sicuro, e cioè un luogo nel quale 
è certamente al riparo da qualunque effetto di incendio, sarà trascorso un 
certo intervallo di tempo dall’inizio del pericolo, questo tempo nella 
letteratura tecnica internazionale è definito Required Safety Egress Time, 
RSET; esso dovrà essere necessariamente inferiore a quello massimo 
consentito per garantire le condizioni di sopravvivenza, questo secondo 
tempo è conosciuto come Available Safety Egress Time, ASET. 
Il rapporto tra questi due tempi costituisce il fattore di sicurezza che l’edificio 
garantisce in caso di emergenza. Per la valutazione del tempo richiesto, 
RSET, è necessario conoscere fondamentalmente le caratteristiche di 
reazione delle persone, mentre per la definizione di tempo massimo 
disponibile, ASET, dovranno essere valutate le caratteristiche ambientali e 
dei materiali.  
Fino a poco tempo fa una folla in fuga da uno spazio chiuso a causa di un 
incendio era considerata come un liquido in uscita da un contenitore, che 
sfrutta ugualmente tutte le aperture per evadere; quindi maggiore è il numero 
delle uscite e più velocemente il “contenitore” è vuotato. Questo modello 
“idraulico”, tuttavia, non rende conto della realtà: oltre all’ingegneria bisogna 




includere conoscenze che derivano dallo studio dei comportamenti umani in 
psicologia e nelle scienze sociali; la folla non è un fluido ma è composta da 
persone che pensano, interagiscono, prendono decisioni, hanno preferenze di 
movimento, cadono e ostacolano altri. 
Le persone possono avere comportamenti gregari o individualistici nella 
ricerca di un’uscita. Pensiamo ad una situazione familiare, come l’uscita da 
una sala cinematografica o da un teatro, attraverso le uscite di emergenza: 
anche in una situazione di normalità, quindi senza la presenza di eventi 
critici, il deflusso risulta notevolmente influenzato dalle differenze nei 
comportamenti individuali e dalle modalità di interazione tra le persone. 
Immaginiamo ora la stessa situazione, durante un’evacuazione di emergenza 
con lo stress emotivo, l’ansia e la preoccupazione per la sopravvivenza 
personale. 
In queste circostanze, le persone si muovono o tentano di muoversi più 
velocemente del normale, iniziano a spingersi e l’interazione diventa solo 
fisica, in tal modo il passaggio per il collo di bottiglia diventa scoordinato e 
alle uscite si formano strutture ad arco. 
Per tale ragione si può verificare l’effetto paradossale chiamato “faster is 
slower” in cui più le persone si dirigono velocemente verso l’uscita, più 
procedono lentamente perché si accalcano, si spingono, a volte perfino si 
calpestano. In aggiunta, la fuga può essere maggiormente rallentata dalle 
persone che cadono o che si feriscono e che diventano a tutti gli effetti nuovi 
ostacoli; in alcuni casi l’interazione fisica può addirittura causare una 
pressione pericolosa capace di sfondare barriere o muri. Infine va considerata 
anche l’evenienza, come mostrato in Figura 4.2, nell’evacuazione da una 
stanza con due uscite e un fronte di fuoco in avvicinamento che si verifichi 
una tendenza a comportamenti gregari e a fare ciò che fanno gli altri: in tal 








Figura 4. 2 - Comportamenti gregari 
 
 
4.6 Fattori che regolano l’efficacia dell’evacuazione 
 
Gli studi hanno evidenziato una pluralità di fattori che regolano l’efficacia di 
una evacuazione. Se ne possono distinguere quattro: 
1. Fattori Configurazionali - sono quelli riguardanti la struttura 
architettonica dell’edificio, quali il numero delle uscite di emergenza, 
la loro ripartizione o il percorso per giungerci; 
2. Fattori Ambientali - in essi si includono i probabili effetti debilitanti 
sulle persone da parte di calore, gas tossici, fiamme e l’influenza che 
questi hanno sulla velocità di sgombero e di individuazione delle 
stesse; 




3. Fattori Procedurali - rappresentano le conoscenze apprese dalle 
persone attraverso la segnaletica d’emergenza e le informazioni fornite 
dal personale preposto; in questo caso la chiarezza del messaggio e la 
presenza di una leadership che impartisca direttive è fondamentale per 
la sopravvivenza degli attori; 
4. Fattori Comportamentali - corrispondono alle diverse condotte tenute 
dalle persone in emergenza: le loro risposte iniziali, le loro decisioni, 
le interazioni sociali, le relazioni fra i membri del gruppo. 
 
Figura 4. 3 - Fattori che regolano l'efficacia di una evacuazione 
 
Come si nota dalla Figura 4.3, i quattro fattori interagiscono tra loro 
regolando l’efficacia di un’evacuazione: i fattori configurazionali e 
ambientali sono tra loro interconnessi ed entrambi influenzano sia le 
procedure che i comportamenti umani. Anche i fattori procedurali e quelli 
comportamentali sono tra loro in interazione: una procedura può guidare 
l’esecuzione di una sequenza di azioni, ma anche alcuni comportamenti di un 
individuo potrebbero dare indicazioni sulle procedure da selezionare ed 













comportamentali rispecchia la loro importanza e rilevanza: anche in 
condizioni ottimali, quali un congruo numero di uscite di emergenze, ben 
evidenziate, senza problemi di visibilità, un comportamento erroneo di un 




4.7 Comportamenti e reazioni umane nelle situazioni 
d’emergenza 
Poiché una situazione di emergenza non riguarda mai un singolo individuo 
bensì un numero cospicuo di persone, sono stati svolti diversi studi per capire 
come queste si comportino per sopravvivere ad una minaccia. Testimonianze 
di superstiti, “case study” e ricerche su campo in simulazioni hanno 
evidenziato la forte eterogeneità delle risposte individuali (una delle più 
famose teorie è quella di Leach del 2004, approfondita nel paragrafo 4.12).  
Utilizzando un modello a stadi, Dyregrov, Solomon e Bassoe (2000) [4] 
hanno descritto ciò che loro chiamano un “sistema di mobilitazione delle 
risorse mentali” per assicurare la sopravvivenza nelle situazioni di pericolo. 
Parallelamente all’attivazione fisiologica la mente cerca rapidamente le 
informazioni immagazzinate per prendere delle decisioni sulle azioni da 
svolgere. Questo processo, come mostrato in Figura 4.4, può essere suddiviso 
in sei fasi specifiche, ognuna con una propria peculiarità. 
Nella prima fase, si comprende di esser in pericolo e si è spaventati dalla 
situazione.  
Poi, nella seconda fase, ci si rende conto di essere vulnerabili; si può essere 
sopraffatti dal panico e sentirsi estremamente deboli. 




Nella fase terza, si capisce che per riuscire a sopravvivere bisogna agire; si 
passa da un focus interno di vulnerabilità a uno esterno di pericolo. 
Nella fase successiva, il pericolo è visto come un problema da risolvere, 
tenendo conto delle proprie abilità per fronteggiarlo; consapevolmente o 
istintivamente si elabora un piano di azione pronto per essere attuato; si 
diventa più calmi e controllati. 
Nella quinta fase è il momento dell’azione, in cui si mette in atto ciò che 
consapevolmente o istintivamente è stato progettato; la mente è chiara e 
focalizzata sul compito e, in tal modo, esprime fiducia e controllo. 
 
 
Figura 4. 4 - Sistema di mobilitazione delle risorse mentali 




Infine, una volta scampati al pericolo, si torna con la mente alla situazione 
tragica cui si è sopravvissuti; le persone che rimangono per lungo tempo in 
questa fase potrebbero avere problemi successivi di equilibrio psicologico, i 
cosiddetti “pensieri intrusivi” e lo sviluppo del Disturbo Acuto da Stress e il 
Disturbo da Stress Post-Traumatico. 
È da tenere presente che, durante una situazione di emergenza, le persone 
possono rimanere bloccate in una di queste fasi specifiche, oppure continuare 
a slittare avanti e indietro ripetutamente fra due o più di esse. 
 
 
4.8 La paura 
 
La paura è una sensazione individuale presente, in modo più o meno 
accentuato, in tutti gli animali superiori. Consiste in un’emozione, spesso 
preceduta da un senso di sorpresa, provocata dalla presa di coscienza di un 
pericolo presente e imminente che avvertiamo come una minaccia contro la 
nostra incolumità. Costituisce una garanzia essenziale contro i pericoli, un 
riflesso condizionato che permette di sfuggire provvisoriamente alla morte. 
L’uomo ha ereditato numerosi tropismi (cioè comportamenti automatici) per 
reagire ad una minaccia imminente, meglio osservabili negli animali 
superiori. Il primo fra questi è il rizzarsi dei peli e dei capelli. Questo si 
manifesta negli animali di fronte ai predatori quando ogni altra via di 
salvezza è preclusa: il rizzarsi del pelo li fa apparire più grandi e minacciosi. 
Un altro tropismo usato per fronteggiare la paura è la catalessi, in 
conseguenza della quale chi è minacciato rimane assolutamente immobile e 
insensibile agli stimoli sensoriali. Questo ha una rilevante importanza durante 
le emergenze perché rende le vittime di un disastro totalmente incapaci di 




muoversi. Nel mondo animale questo atteggiamento porta il soggetto predato 
a essere disdegnato dal predatore in quanto appare come morto. 
La terza e più diffusa reazione di fronte alla paura è l’iperattività, 
conseguenza della disponibilità di energie finalizzate alla fuga o alla lotta. 
L’ipotalamo, in seguito alla percezione della paura, lancia nel corpo impulsi 
che fanno scattare una reazione globale. Avviene l’emissione d’adrenalina, 
l’accelerazione cardiaca, la redistribuzione vascolare a vantaggio dei muscoli. 
A questa prima risposta, immediata e breve, ne segue una seconda costituita 
da scariche ormonali che permettono di assicurare il ricambio energetico 
necessario al proseguimento delle attività fisiche. Come ogni emozione la 
paura può provocare effetti contrastanti a seconda degli individui e delle 
circostanze, a volte persino alterne nella stessa persona: accelerazione rapida 
delle pulsazioni cardiache o un loro rallentamento, una respirazione troppo 
rapida o troppo lenta, stitichezza o diarrea, etc. Una reazione estesa alla 
maggioranza delle persone di fronte alla paura è l’esteriorizzazione della 
tensione psichica attraverso grida e frenetici movimenti, spesso inconsulti, 
che costituiscono la prima risposta allo shock. Questa risposta è inevitabile, e 
compito dell’operatore di protezione civile è incanalarla verso un obiettivo 
non nocivo, e possibilmente utile, in quel momento, per l’individuo e la 
collettività. Chi volesse risolvere la reazione incontrollata alla paura con 
appelli a stare calmi o a non farsi prendere dal panico non solo non avrebbe 
alcun effetto positivo, ma perderebbe la credibilità datagli dall’essere stato il 











L’angoscia è un sentimento di insicurezza globale vissuto come attesa 
dolorosa di fronte a un pericolo, tanto più temibile quanto meno identificato. 
Mentre la paura deriva da una situazione nota alla quale si può far fronte, 
l’angoscia si riferisce ad un pericolo ignoto. Molto genericamente si può dire 
che mentre il timore, lo spavento ed il terrore appartengono alla sfera della 
paura, l’inquietudine, l’ansietà e la depressione appartengono a quella 
dell’angoscia. 
I disastri che provocano angoscia sono quelli dove il pericolo o la morte sono 
viste come qualcosa di sfuggente che può colpire da un momento all’altro, 
senza la possibilità di visualizzare o percepire la portata della minaccia come 
ad esempio, in passato le epidemie o più recentemente l’emergenza 
Chernobyl o la crisi sismica dell’Umbria. 
La reazione degli individui sottoposti ad angoscia da disastri è quella di 
chiudersi in un isolamento carico di depressione, con conseguente accumulo 
di tensione che sfocerà nell’insorgere di malattie psicosomatiche o esplosioni 
di violenza collettiva. 
In passato, durante le epidemie, il compito d’incanalare queste tensioni 
spettava alle processioni religiose o all’esecuzione degli untori che davano la 
possibilità di visualizzare la fonte del male. 
Questa esigenza si può riproporre anche nelle emergenze dei nostri giorni 
quando è necessario uno “sfogo collettivo” che scarichi le tensioni per un 








4.10 Il panico di massa 
 
L’utilizzo del termine “panico” ha subito diverse modificazioni nel corso 
degli anni: se all’inizio del secolo scorso si pensava che le persone in 
situazioni di emergenza perdessero la loro umanità e si trasformassero in 
animali in preda alla paura, negli anni cinquanta Quarantelli [5] ha proposto 
la concettualizzazione di panico come un comportamento asociale: le persone 
non si trasformano in animali, bensì cercano di soddisfare i propri bisogni, 
non prestando interesse a quelli delle altre persone. 
Attualmente il concetto di panico di massa è definito come comportamento 
collettivo in cui le capacità di giudizio e ragionamento sono deteriorate, in 
cui vi sono emozioni forti di paura e in cui vi è un comportamento, 
solitamente la fuga, che può risultare in azioni autodistruttive. È un 
comportamento irrazionale della folla che si verifica quando ogni persona si 
convince che il suo comportamento immediato può garantirgli la 
sopravvivenza a scapito di quella degli altri. 
In altre parole, mentre la paura e l’angoscia sono comportamenti individuali, 
il panico è un comportamento collettivo derivante dal fatto che, in assenza di 
precise informazioni o leadership, l’individuo adegua il proprio 
comportamento a quello degli altri che gli stanno accanto. 
Gli ultimi studi dei fattori psicosociali sul comportamento di evacuazione ha 
mostrato che le manifestazioni di panico, intese come azioni irrazionali e 
distruttive e non come ansia od agitazione, sono rare. 
Secondo Mileti e Peek [8], dell’università del Colorado, affinché si produca il 
fenomeno di panico è necessario che si verifichino tutte queste condizioni: 
1. le persone devono trovarsi in uno spazio confinato, come una sala 
cinematografica; 




2. devono avere la convinzione che se non fuggono in un tempo breve, 
moriranno; 
3. questo spazio confinato deve essere dotato di una o più vie di fuga (per 
esempio in un sottomarino intrappolato sul fondo di un oceano, le 
persone possono provare angoscia e paura ma non panico); 
4. deve essere chiaro il fatto che non ci sia abbastanza tempo per tutti di 
scappare. 
In conclusione, le persone non sono “isolate” ma intraprendono azioni auto 
protettive o altruistiche inserite in un contesto socio-ambientale che 
incoraggia o scoraggia una determinata sequenza comportamentale. 
Poiché la combinazione di queste condizioni è rara il panico di massa lo è 
altrettanto e quando avviene coinvolge solo una piccola minoranza, non è 
contagioso ed è di breve durata. 
Tuttavia nei casi in cui si verifichino condizioni di “panico di massa”, le 
azioni della folla possono assumere diversi significati, valenze e modalità di 
espressione, a seconda del contesto sociale nel quale hanno luogo, 
dimostrando come la minaccia di un danno fisico possa essere collocata in 
secondo piano rispetto a quella di rottura dei legami sociali con persone 
significative. 
Un altro mito da sfatare è quello relativo all’assenza di altruismo in queste 
circostanze. Non bisogna dimenticare che gli individui coinvolti nelle 
situazioni di emergenza, di qualsiasi tipo esse siano, possono essere 
protagonisti efficaci, possono diventare cooperativi e mostrare capacità di 
leadership spontanea e si possono attivare sentimenti di solidarietà sociale ed 
azioni di mutua assistenza come esito di un processo intenzionale di 
altruismo ad altre persone. 
Gli studi hanno poi mostrato che, anche se le uscite di sicurezza sono ben 
visibili e segnalate, le persone tenderanno sempre ad uscire dalla porta da cui 




sono entrati perché in una situazione di emergenza difficilmente ci si 
indirizza verso luoghi che non si conoscono  anche se essi sono quelli più 
sicuri,  in quanto non vogliono usare un’uscita che non conoscono e hanno 
dubbi su dove li porterà. Anche in uno studio condotto da Sime [10] la 
maggioranza delle persone è fuggita dalla porta principale, quella a loro più 
familiare, piuttosto che dalla scale di emergenza. 
Infine, un altro fattore che tende a far aumentare i tempi di evacuazione e ad 
aumentare il tasso di ferimento e/o mortalità è l’ambiente in cui si origina il 
pericolo. Prendiamo il caso di un incendio che si sviluppa all’interno di un 
teatro o di un cinema. Gli individui coinvolti si trovano a dover fronteggiare 
la minaccia in un luogo a loro estraneo circondati da persone che non 
conoscono. Per tale motivo, avvertito il pericolo, cercheranno di scappare 
quanto prima possibile. Se, invece, l’incendio si sviluppa all’interno delle 
mura domestiche, c’è una generale tendenza a sottostimare il pericolo e 
l’attaccamento a persone e/o cose comporta una certa riluttanza da parte degli 
individui ad evacuare.  
La prevalenza è rivolta all’attaccamento rimanendo all’interno della struttura 
piuttosto che procedere con l’evacuazione. Le ricerche mostrano che in 
particolare i bambini e gli adolescenti hanno una tendenza più spiccata in 
quest’ultima situazione all’affiliazione e questo potrebbe spiegare anche il 
loro alto tasso di ferimenti e morti negli incendi domestici. Negli incendi 
domestici si possono ritrovare numerose manifestazioni comportamentali di 
attaccamento a persone o cose nella casa, c’è una generale tendenza a 
sottostimare il pericolo e una generale riluttanza ad evacuare che genera 
ritardi nell’allontanamento e una fuga molto meno precipitosa rispetto agli 
incendi nei luoghi non familiari. Mawson (2005) [11] riporta un caso di un 
incendio in un edificio a Winnipeg in Canada in cui il 44% dei residenti ha 
interpretato la sirena anti-incendio come un falso allarme, molti hanno 
reagito andando alla ricerca di una conferma, e anche quando l’esposizione 




sensoriale al fuoco e al fumo era elevata, alcuni hanno temporeggiato, altri 
hanno girovagato nell’edificio, un sesto dopo aver lasciato l’edificio nel 
fuoco e nelle fiamme è poi rientrato.  
Uno studio famoso di Sime ha poi messo in evidenza che i legami al gruppo 
in taluni casi contribuiscono ai tassi di mortalità e ferimento. Ha intervistato 
500 sopravvissuti ad un incendio in un grande complesso turistico in Gran 
Bretagna in cui morirono 50 persone, una situazione abbastanza classica di 
“intrappolamento” in cui ci si sarebbe aspettato un crollo dell’equilibrio 
psicologico e manifestazioni di panico. L’autore nota che il 73% delle 
persone è fuggito con uno o più persone del proprio gruppo (nella 
maggioranza dei casi la famiglia); tutte le persone decedute in una particolare 
area della residenza erano insieme al loro gruppo quando sono state allertate 
ma probabilmente hanno deciso di andare via insieme con un ritardo fatale. 
Le persone che non avevano legami sociali, d’altro canto, sono state più 
rapide nella risposta agli stimoli ambigui di pericolo (es. fumo) e nessuno si è 
ferito. 
Questi risultati delle ricerche nelle scienze del comportamento possono 
essere incorporati nella progettazione dei sistemi di evacuazione. Alcune 
proposte si potrebbero già avanzare: ad esempio, un allarme vocale che 
istruisce le persone in un edificio da evacuare sarebbe molto più convincente 
di una semplice campanella o sirena. Se l’avvertenza fosse poi eseguita da 
addetti alla sicurezza o da personale di comando, si potrebbe allertare gli 
occupanti dando informazioni sulla collocazione dell’incendio nell’edificio e 
raccomandare percorsi di evacuazione più sicuri. Un altro dispositivo utile 
potrebbero essere un sistema di uscite automatiche: un sistema di allarme 
potrebbe automaticamente aprire le uscite di emergenza mostrando alle 
persone le porte sicure da utilizzare. 




La spiegazione del sistema di emergenza e le prove di evacuazione per i 
“nuovi arrivati” è cruciale. Nel WTC, una percentuale considerevole di 
impiegati non aveva mai utilizzato le scale di emergenza e non aveva idea se 
fosse in grado di farlo e quanto ci si mettesse. Questi studi hanno forti 
implicazioni per gli architetti, gli ingegneri e gli amministratori nella 
costruzione degli edifici e nella definizione dei piani di evacuazione e delle 
procedure operative standard nelle emergenze. 
Sempre più professionisti e studiosi si stanno accorgendo dell’importanza 
dello studio del comportamento umano negli incendi. 
 
 
4.11  Le scienze del comportamento al servizio della sicurezza 
 
Un caso per tutti è quello del matematico inglese Ed Galea, direttore del 
gruppo ingegneristico sulla “fire safety” all’università di Greenwich in UK 
che ha sviluppato un modello di simulazione al computer di propagazione ed 
evacuazione; lui sostiene che la comprensione delle tipiche azioni umane e 
delle reazioni emotive, cognitive e interpersonali sia fondamentale. A questo 
proposto ha chiamato a lavorare nel suo gruppo numerosi scienziati del 
comportamento ed ha svolto un studio sulla risposta alle sirene antincendio 
tramite due esperimenti in Inghilterra e in Brasile che prevedono l’analisi 
delle videoriprese di persone in una biblioteca. L’associazione internazionale 
che si occupa di questi temi, l’International Association of Fire Safety 
Science, negli ultimi anni organizza simposi e conferenze specificatamente 
sul “comportamento umano negli incendi”. 
 
 




4.11.1 La teoria dell’intrappolamento 
 
La teoria dell’intrappolamento si sforza di spiegare la fuga prendendo in 
considerazione il verificarsi di due fattori scatenanti: 
1. che le persone avvertano un pericolo imminente; 
2. che le persone credano che le vie di fuga siano limitate o che si stiano 
rapidamente chiudendo. 
Non è necessario che le credenze siano esatte, ma è sufficiente che questa sia 
la percezione, intrappolamento percepito, per scatenare reazioni volte a 
garantire la propria sopravvivenza anche a scapito degli altri, con i noti 
fenomeni del calpestamento, della violenza o del “collo di bottiglia” alle 
uscite. 
Le persone si muovono con una velocità considerevolmente maggiore 
rispetto al solito e le interazioni divengono estremamente “fisiche”, con il 
verificarsi del fenomeno del pushing, spingere, attraverso il quale il 
passaggio diviene difficoltoso e scoordinato. 
 
 
4.11.2 Il modello dell’attaccamento sociale 
 
Il modello dell’attaccamento sociale parte dal presupposto che il fatto che il 
rischio di perdere la propria integrità fisica sia valutato come meno grave o di 
secondo ordine se paragonato a quello della rottura dei legami affettivi ed 
affiliativi. 
Sembra infatti che spesso, in situazioni di estremo pericolo, si manifestino 
risposte di unione in cui la ricerca della vicinanza di persone familiari emerge 




dallo sfondo e diventa urgente, acquisendo priorità rispetto alla fuga e quindi 
all’autoconservazione rallentando i tempi di evacuazione. 
In conclusione, le persone reagiscono di fronte ad un pericolo come il fuoco 
in modo diverso ma ci sono caratteristiche personali e condizioni socio - 
ambientali che incoraggiano o scoraggiano determinate sequenze 
comportamentali. 
La conoscenza del “fattore umano” in queste circostanze può aiutare a 
migliorare l’azione di soccorso dei vigili del fuoco e garantire la sicurezza di 
tutti. 
Inoltre questa conoscenza risulta fondamentale se si vogliono realizzare 
modelli simulativi che possano aiutare nella stesura delle procedure di 
emergenza maggiormente efficienti possibili ma anche aiutare sin dalla 
progettazione degli edifici. Ne è una conferma l’attenzione che, in misura 
sempre crescente negli ultimi anni, lo studio del comportamento umano negli 
incendi ha ricevuto da parte di professionisti e studiosi. 
 
 
4.12 Il modello di Leach 
 
La teoria di Leach [12], [13] descritta nel suo libro “Disaster Psychology” è 
molto utile per implementare il fattore umano nello sviluppo dei modelli di 
evacuazione in quanto tiene conto della “dinamicità” del comportamento 








4.12.1 Le fasi del disastro 
 
Secondo Leach in ogni disastro si possono distinguere tre fasi: 1) before 
(prima), 2) during (durante) e 3) after (dopo) l’impatto. A volte una fase può 
essere molto breve a volte può impiegare giorni o mesi. Nella Tabella 4.3 
sono rappresentati alcuni esempi di durata delle varie fasi. 
 
Tabella 4. 3 – Le fasi di Leach 
Fase Breve Lunga 
Before Incidente stradale (secondi) Attesa eruzione di un vulcano attivo (mesi) 
During Esplosioni (frazione di secondo) Inondazione (giorni) 
After 
A seconda della risposta 
dell’individuo 
A seconda della risposta 
dell’individuo 
 
Il comportamento umano è specifico per ogni fase. Precisamente: 
1) Durante le fasi precedenti l’impatto le persone sono consapevoli di ciò che 
sta per avvenire ma tendono ad ignorare o negare i fatti, cercano in ogni 
modo di ridurre le sensazioni di disagio/pericolo mostrando un 
comportamento apatico. 
2) Una volta che il pericolo si è manifestato le persone iniziano a sentirsi 
confuse, sconvolte e fuori controllo. Il comportamento inizia ad essere  
riflessivo e le azioni di tipo meccanico. 
3) Successivamente nella fase post impatto quando ormai i danni sono ben 
visibili negli individui iniziano a svilupparsi forti disagi emotivi e 
comportamenti irrazionali. 




Leach, in seguito, ha effettuato anche una distinzione più precisa delle fasi 
aggiungendone due prima dell’impatto denominate a) threat (segno 
premonitore) e b) warning (allarme) e tre subito dopo l’impatto che sono: c) 
recoil (contraccolpo), d) rescue (soccorso), e) post trauma. 
a) Nella fase threat iniziano a manifestarsi i primi segnali di pericolo ma 
questi non sono ancora convincenti al punto tale da allarmare le persone. Il 
livello dell’acqua sale sempre di più ma non può essere ancora chiamato 
un’alluvione; i fumi di combustione aumentano sempre di più ma l’incendio 
vero e proprio non è ancora visibile; il vento è sempre più forte ma non può 
essere definito un uragano. 
b) Durante la seconda fase, il warning stage, il disastro è ormai imminente e il 
pericolo è convincente: il fuoco è visibile, il livello dell’acqua è 
preoccupante, il vento può essere definito un uragano. L'incidente è 
inevitabile ed è necessario evacuare. 
c) Nello stage recoil, la causa diretta della minaccia è svanita o si è conclusa. 
Il diluvio si è fermato. La tempesta si è calmata, il fuoco si è spento. Nei 
sopravvissuti però è diffusa la sensazione di non sentirsi ancora 
completamente sicuri. 
d) Durante la quarta fase, la fase di salvataggio, i sopravvissuti, chi più chi 











Tabella 4. 4 – Fasi del disastro secondo Leach 
Fase Situazione del pericolo Comportamento 
Threat Stage Segni percepibili del pericolo. 
Le persone sottostimano il 
pericolo e mostrano un 
comportamento apatico. 
Warning Stage 
I danni causati dal disastro 
sono ormai imminenti. 
Incertezza e disagio. 
Impact Phase 
Il pericolo si manifesta in tutta 
la sua gravità. 
Si rimanda al paragrafo 
successivo. 
Recoil Stage 
Il pericolo ha provocato danni e 
feriti. Nella peggiore delle 
ipotesi possono esserci anche 
delle vittime. 
Rabbia, paura, comportamenti 
sociali. 
Rescue Stage  
Confusione, negazione della 
realtà, ansia, necessità di 
parlare ed avere altri contatti. 
Post Trauma Stage  
Possibile sviluppo di disturbi 
psicologici. Difficoltà di 





4.12.2 Il comportamento umano secondo Leach 
 
Le situazioni di emergenza non coinvolgono mai un singolo individuo bensì 
un numero cospicuo di persone ognuna delle quali ha un proprio 
comportamento specifico. Grazie agli studi ed alle testimonianze dei 
sopravvissuti, è stato però possibile individuare dei comportamenti 
eterogenei che si manifestano durante tali situazioni. Leach distingue gli 




individui, a seconda della loro risposta nei casi di pericolo, in tre grandi 
gruppi: 
1. Un primo gruppo, che comprende il 10-15 % delle persone, riesce a 
rimanere relativamente calmo ed a valutare con attenzione la 
situazione.  
2. Un secondo gruppo molto consistente , 75% delle persone, comprende 
gli individui che rispondono in modo confuso e disorientato. Il loro 
ragionamento risulta rallentato ed il loro comportamento è guidato da 
azioni di tipo meccanico. 
3. Il terzo gruppo, 10-15 % delle persone, mostra invece dei 
comportamenti deleteri per la sicurezza propria e delle altre persone 
coinvolte: pianto, urla, ansia, immobilità (freezing). 
Ovviamente il maggior numero di feriti e/o vittime appartengono agli ultimi 
due gruppi. Inoltre una distinzione pre-incidente della risposta delle persone 
alle situazioni di pericolo è impossibile da effettuare perché in situazioni così 
“particolari” anche individui solitamente molto razionali e decisi possono 
comportarsi in modo confuso e disorganizzato. 
All’interno dei tre gruppi di tipo generico sopra citati è poi possibile andare a 
distinguere ben nove comportamenti specifici che sono: 
1. Comportamenti ansiosi: le persone sono in preda all’ansia, urlano, 
piangono e diventano incapaci anche di azioni semplici come aprire 
una porta; 
2. Comportamenti di fuga disorganizzata: le persone tendono a correre, 
fuggendo in qualsiasi direzione, anche se non è quella giusta; 
3. Comportamenti di coesione sociale: le persone si  riuniscono fra loro e 
si “sentono un gruppo” (es., “sulla stessa barca”); 




4. Attaccamento ai beni familiari: le persone prima di evacuare cercano 
di recuperare gli oggetti personali che hanno un valore economico ed 
affettivo; 
5. Comportamenti altruistici: le persone tendono ad aiutare altre persone 
in difficoltà, esponendosi loro stessi ad un pericolo vitale; 
6. Comportamenti di “congelamento”: alcune persone rimangono 
cognitivamente paralizzate e  incapaci a muoversi; 
7. Comportamenti di panico: si tratta di comportamenti distruttivi, 
irrazionali e asociali quali il lottare con altre persone. 
8. Disorientamento situazionale: le persone percepiscono uno stato di 
incredulità e di astrazione della situazione; 
9. Disorientamento fisiologico: nella situazione di scarsa visibilità (es., 
causata dal fumo scaturito dall’incendio) le persone faticano a trovare 
le vie d’uscita e si intossicano con i gas inspirati. 
 
 
4.13 Integrazione dei fattori umani nella progettazione della 
sicurezza antincendio 
 
Molti paesi del mondo hanno già attivato o stanno passando al performance - 
based: uno degli elementi chiave di tale sistema è la capacità di organizzare 
soluzioni di sicurezza antincendio idonee al sistema preso in considerazione, 
invece di applicare semplicemente la tradizionale regolamentazione prescritta 
e le misure di sicurezza antincendio derivanti. Questo ha reso necessario 
garantire che l’analisi comprenda, nella sua trattazione dei possibili scenari 
d’incendio, le caratteristiche e le probabili reazioni degli occupanti gli edifici. 




Le differenti capacità psicomotorie degli occupanti, le diverse reazioni 
psicologiche, in caso di evacuazione d’emergenza, unitamente ad una 
maggiore o minore conoscenza dell’edificio in cui si trovano, condiziona il 
fenomeno dell’evacuazione, rendendo necessaria l’attivazione di studi 
dedicati di pianificazione dell’esodo, che devono analizzare caso per caso, a 
seconda della struttura e dei suoi occupanti, quali siano le misure più idonee 
di prevenzione da adottare. 
La progettazione dell’emergenza, basata sull’adozione di misure di 
protezione attiva e passiva coerenti, non può essere quindi in contrasto con le 
naturali tendenze dell’uomo. È imprescindibile allora tener conto delle 
diverse tipologie di persone presenti (di diverso sesso, età, condizione fisica e 
psicologica, cultura) e della loro diversa esposizione al rischio. In funzione di 
questo variano, infatti, sia le possibilità di formazione – informazione 
preventiva, sia le condizioni generali da introdurre come dati di input del 
piano preventivo. 
Dal punto di vista tecnico e metodologico l’esigenza di sicurezza antincendio 
deriva principalmente dal rapporto tra le caratteristiche tipologiche e 
tecnologiche dell’edificio e le caratteristiche dell’utenza. 
La valutazione dei rischi si deve muovere in due direzioni non contrastanti: 
a) Fire risk analysis: La valutazione dei rischi d’incendio è usata per 
stimare o prevedere la vastità dei danni da fuoco, associati ad uno o 
più specifici scenari di incendio e per determinare fattori come: fonti 
potenziali di accensione, fonti potenziali di combustibile, etc. Essa 
conduce alla comprensione di come il fuoco possa crescere e 
svilupparsi in un particolare edificio; 
b) Life safety hazard assessment: La valutazione dei rischi sulla sicurezza 
della vita porta alla comprensione di come e dove gli occupanti 
avranno l’impatto con il fuoco e con ciò che da esso ne deriva. 




Un approccio che molti progettisti di sistemi di sicurezza hanno è considerare 
gli occupanti un edificio come “fattori” e non come persone. Uno dei risultati 
di questo approccio è non considerare come parte delle loro previsioni di 
rischio d’incendio, né i tempi ed i fattori che le persone si trovano ad 
affrontare prima dell’evacuazione, né molte reazioni comportamentali e 
fisiologiche. Il risultato di questo approccio è che possono essere assunti 
risultati del tipo: tutti gli occupanti sentiranno l’allarme incendio non appena 
il fire - detector si sarà attivato, tutti gli occupanti cominceranno ad evacuare 
l’immobile appena udito l’allarme, si muoveranno alla stessa velocità e tutti 
gli occupanti si metteranno in salvo entro il tempo previsto. 
Dovrebbe risultare ben chiaro invece che gli assunti appena citati hanno in sé 
alcuni difetti, e che un’adeguata considerazione dei fattori umani di reazione 
è fondamentale per la scelta di adeguate misure salvavita. Un modo per 
valutare questi problemi è focalizzare l’attenzione sui fattori di reazione 
umana, utilizzando i mezzi dell’analisi di rischio, adottando una definizione 
di rischio di vita nella sicurezza antincendio associato ad uno o più scenari 
specifici dell’incendio in un edificio. Una simile definizione non sposta 
l’attenzione del progettista dalla prevenzione dell’incendio e dal suo 
sviluppo, ma può meglio indirizzare la loro attenzione sui modi in cui il 
fuoco colpisce le persone e su quali comportamenti si prevede la gente 
realisticamente tenga durante un incendio. Un altro importante fattore da 
analizzare è la differente esposizione al rischio tra gli occupanti (es. bambini, 
adulti e anziani, abili e disabili), differenze di cui bisogna tener conto nelle 
stime di rischio (variabili inter-individuali). 
Dall’analisi di diversi apporti scientifici emerge ancora come una valutazione 
dei rischi così integrata richiede una serie di operazioni consequenziali, 
costituite principalmente da: 




 identificazione e caratterizzazione di tutti i fattori che costituiscono 
potenziale pericolo; 
 individuazione delle persone che risultano esposte ai rischi identificati, 
al fine di definire l’esistenza di un reale pericolo ai rischi stessi; 
 stima del livello di rischio residuo; 
 individuazione delle misure da attuare; 
 definizione di un programma di attuazione delle misure secondo un 
ordine di priorità correlato all’entità del rischio; 
 attuazione del programma definito; 
 valutazione ed aggiornamento periodico del programma. 
Un passo importante per un’analisi di questo tipo è, inoltre, stabilire un 
livello accettabile di sicurezza: per questo risulta necessario definire delle 
condizioni limite relative ai rischi d’incendio ed ai rischi nei confronti degli 
occupanti. È importante che questa definizione sia la più realistica possibile. 
 
 
4.14 Il futuro accademico e professionale delle ricerche sul 
comportamento umano in caso di incendio 
 
Il futuro della ricerca sul comportamento umano in caso di incendio è molto 
più promettente oggi di quanto lo sia mai stato in passato, a seguito 
dell’accettazione di determinare tempi validi di evacuazione nella 
progettazione di costruzioni seguendo il concetto del “performance - based”. 
Questo ha portato a una crescente applicazione dei modelli di evacuazione 
con la necessità di rendere chiaro ai possibili fruitori le diverse limitazioni dei 
modelli, in particolare quelle relative al comportamento umano non simulato 
delle persone e ricordando sempre l’origine dei modelli, l’utilizzo iniziale per 
il quale ogni singolo modello è stato omologato. I progettisti dovrebbero 




fornire una lista dettagliata ed una descrizione degli studi e delle procedure di 
validazione ai quali il modello è stato sottoposto. L’ottimizzazione e sviluppo 
dei modelli di simulazione di evacuazione che prendono in considerazione il 
comportamento dell’uomo, dovrà considerare come variabili i seguenti punti: 
1. condizioni fisiche e psicologiche della persona da sfollare; 
2. numero delle persone da sfollare; 
3. numero e stato delle vie di esodo (che cambia istante per istante); 
4. propagazione dell’incendio e del fumo; 
5. possibilità di comunicare con le persone che sfollano (allo scopo di 
fornire informazioni sull’evolversi della situazione, dare indicazioni 
per il migliore svolgimento dello sfollamento, etc.); 
6. numero e tipo di protezioni attive e passive che si utilizzano 
nell’edificio stabilito. 
Per la necessaria convalida, i risultati ottenuti vengono confrontati con quelli 
ottenuti in caso di sinistri o nel corso di esercitazioni. 
L’aumentata applicazione di computer models negli studi sul comportamento 
umano in caso di incendio, associata ad una nuova filosofia di progettazione, 
richiede che tutti i ricercatori che si occupano di comportamento umano in 




4.15 Una proposta per una futura strategia internazionale 
 
L’interazione tra modalità di innesco e sviluppo del fuoco, la progettazione 
civile, l’impiego di strumenti, il comportamento dell’uomo e la lotta 
all’incendio danno luogo a numerosi scenari possibili. È questa la sfida per 




un approccio costruttivo, flessibile, ma chiaro e formalizzato della 
progettazione antincendio che deve poter essere valutato facilmente dalle 
autorità competenti. 
Prescindendo dai tipi di strumenti utilizzati per la progettazione, in un 
progetto completo ed esauriente si dovrà sempre: 
1. definire gli obiettivi di sicurezza antincendio e mettere in opera 
adeguati criteri di accettazione; 
2. qualificare e caratterizzare gli strumenti e i suoi contenuti; 
3. eseguire un’analisi di rischio d’incendio, riportante i criteri adottati per 
la sua definizione, contenente l’identificazione di rischi potenziali e 
loro possibili conseguenze; 
4. individuare le misure di prevenzione e protezione (fra cui anche le 
misure in caso di evacuazione di emergenza e quindi la progettazione 
delle vie di esodo) attuate e quelle da attuare in conseguenza della 
valutazione dei rischi [14]. 
 
 




Una delle cause più diffuse e probabili dello scoppio di un incendio è l’errore 
umano. Gli incendi causati dall’errore umano spesso dipendono da 
una scorretta manipolazione di sostanze infiammabili o dalla cattiva 
conservazione delle stesse. Altri errori umani possono riguardare 
l’inosservanza del divieto di fumare o nel mancato utilizzo del posacenere, 
nell’utilizzo improprio di stufe e fornelli elettrici o di apparecchi e 
alimentatori elettrici in condizioni non ottimali. Altro ancora può dipendere 




dalla mancata rimozione di materiale combustibile, lasciato nel luogo di 
lavoro come la carta, la plastica, etc. È bene dunque fornire qualche cenno 
sull’errore umano. 
Negli ultimi anni, l’evoluzione tecnologica ha portato ad un decremento di 
incidenti dovuti a guasti di natura tecnica grazie a ridondanze e protezioni, 
che hanno reso i sistemi sempre più affidabili. Tuttavia non è possibile 
parlare di affidabilità di un sistema senza portare in conto il tasso di guasto di 
tutti i suoi componenti e tra questi il componente “uomo”, il cui tasso di 
guasto/errore va a modificare i tassi di guasto dei componenti con i quali può 
interagire. Questo ha reso evidente, sia a livello statistico sia in termini di 
gravità delle conseguenze, il contributo del fattore umano nelle dinamiche 
degli incidenti. Le stime concordano nell’attribuire agli errori commessi 
dall’uomo la responsabilità nel 60-80% degli incidenti e solo per la restante 
parte le cause sono imputabili a carenze tecniche. 
Pertanto, al fine di assicurare un’efficace prevenzione degli eventi dannosi, il 
processo di valutazione dei rischi non può ignorare il ruolo dell’uomo nella 






Ufficialmente, un errore avviene “quando una sequenza pianificata di attività 
mentali o fisiche non raggiunge i risultati attesi, senza che ciò sia attribuibile 
al caso”. 
La grande maggioranza degli errori dunque è strettamente legata ad 
un’azione deliberata. In altre parole, gli incidenti causati da errore umano 
sono spesso eventi accuratamente pianificati: è solo che i risultati sono molto 




diversi da quelli previsti. Molto spesso per identificare un errore si utilizza il 
termine “errore del pilota”, ma questo  non è sempre corretto.  
Esso infatti non fa che indicare quale sia stato l’anello finale della catena che 
ha ceduto.  
In ogni attività umana l’errore e la possibilità di un incidente non sono 
eliminabili; nasce dunque la necessità di conoscerlo per difendersi da suoi 
potenziali effetti dannosi. 
 
 
Figura 4. 5 – L’errore 
 
Un errore può nascere per svariati motivi, tra cui: 
 Fare le cose a memoria; 
 Fare più cose contemporaneamente; 
 Subire distrazioni o interruzioni; 
 Subire la pressione del tempo; 
 Gravarsi di troppi compiti; 




 Dividere l’attenzione in modo inadeguato; 
 Sbagliare l’assegnazione delle priorità; 
 Non possedere risorse adeguate; 
 Esaurire le risorse. 
Un importantissimo prodotto della coscienza della situazione è la capacità di 
interpretare i segnali e le informazioni esterne per riconoscere in anticipo un 
problema che richieda intervento o decisione. Troppo spesso infatti, 
l’incidente è la conseguenza di una tardiva correzione da parte del lavoratore, 
che non aveva percepito in tempo il pericolo. È ormai noto che la maggior 
parte degli incidenti scaturisce da una serie di decisioni sbagliate, ognuna 
delle quali non fa che aumentare la probabilità di sbagliare ancora, in quanto 
ciascun errore aumenta il carico di lavoro di chi è costretto a porvi rimedio, 
fino alla crisi del sistema. 
Per quanto riguarda l’atteggiamento di fronte all’errore, la divisione 
fondamentale si fa tra due modi di considerare l’errore e le sue conseguenze: 
1) L’approccio individuale, il quale considera l’errore come prodotto di 
comportamenti umani negligenti, che vanno sanzionati affinché i 
responsabili non ripetano i loro sbagli e aumentino l’attenzione per 
timore di conseguenze; 
2) L’approccio sistemico, il quale accetta come dato di fatto la fallibilità 
umana, e lavora alla creazione di un ambiente (culturale, tecnico e 
organizzativo) meno vulnerabile all’errore e più sicuro. 
È evidente come quest’ultimo sia più desiderabile. In quest’ottica, è 
importante adottare la cosiddetta “cultura dell’errore”, la quale vede l’errore 
come opportunità di migliorare sé stessi e il sistema. 





Figura 4. 6 – La cultura dell’errore 
 
In linea generale esiste di fatto una sostanziale tendenza a coprire gli errori, 
per paura di subire conseguenze o anche soltanto di compromettere la propria 
reputazione. Eppure, la necessità e l’importanza di conoscere gli errori e le 
loro cause per non ripeterli in futuro è lampante: possiamo combattere sono 
un nemico che conosciamo! 
Un modo utile di identificare e correggere situazioni a rischio è quello di 
analizzare gli “errori sfiorati”, quelli cioè che non hanno dato origine ad un 
incidente per il contemporaneo verificarsi di coincidenze favorevoli. 
 
 
4.16.3 L’affidabilità umana 
 
Lo studio dell’affidabilità umana consiste nello studio di quei fattori interni 
ed esterni all’uomo che influenzano l’efficienza e l’affidabilità della 
performance del lavoratore; i primi sono tutti gli eventi casuali tecnici o 
sistemici (dovuti all’ambiente: attrezzature di lavoro, materiali utilizzati, 




luogo di lavoro, organizzazione del lavoro), che influenzano e alterano le 
condizioni di lavoro inducendo gli operatori in comportamenti erronei; i 
secondi, più difficili da prevedere poiché legati a caratteristiche individuali, 
sono correlati alle condizioni psico-fisiche che, per loro natura, non si 
prestano ad essere strutturati in modelli di comportamento sistemico [15]. 
Appare dunque chiaro quanto complesso sia lo sforzo compiuto in letteratura 
di proporre modelli di comportamento umano che favoriscano valori 
numerici di probabilità di errore al fine di prevedere e prevenire 
comportamenti non sicuri. 
L’analisi dei fattori umani costituisce ad oggi un settore di studio fortemente 
interdisciplinare e non ancora ben definito, per cui non esiste una tassonomia 
completa ed universalmente accettata dei diversi tipi di errore umano e delle 
cause che li determinano. Una delle prime rappresentazioni strutturate del 
comportamento umano si basa su assunzioni e principi teorici della 
psicologia cognitiva che riconosce il processo cognitivo come dominio sul 
quale sono definiti gli errori umani. Tale modello è quello basato sul 
paradigma information processing system (IPS) che si riferisce alle funzioni 
cognitive e comportamentali fondamentali: percezione, interpretazione, 
pianificazione e azione. 
Il modello di riferimento più utilizzato da coloro i quali si occupano di 
affidabilità umana è lo skill-ruleknowledge (SRK) postulato da Rasmussen 
[19] che, insieme alla tassonomia di errori associata, è una rappresentazione 
specifica del paradigma IPS. Rasmussen propone una classificazione del 
comportamento dell’uomo in tre diverse tipologie: 
1. Skill-based behaviour: comportamento di routine basato su abilità 
apprese. L’impegno cognitivo richiesto è bassissimo ed il 
ragionamento è inconsapevole, ovvero l’azione dell’operatore in 
risposta ad un input è svolta in maniera pressoché automatica; 




2. Rule-based behaviour: comportamento guidato da regole di cui 
l’operatore dispone per eseguire compiti noti, si tratta di riconoscere la 
situazione ed applicare la procedura appropriata per l’esecuzione del 
compito. L’impegno cognitivo è più elevato poiché implica un certo 
livello di ragionamento noto; 
3. Knowledge-based behaviour: comportamento finalizzato alla 
risoluzione di problemi in presenza di situazioni non abitudinarie e 
conosciute, ma nuove o impreviste, per le quali non si hanno delle 
regole o procedure specifiche di riferimento. Questo tipo di 
comportamento è definito knowledge-based proprio poiché richiede un 
elevato impegno cognitivo nella ricerca di una soluzione efficace. 
La classificazione di Rasmussen può essere semplificata secondo lo schema 
di Figura 4.7. 
 
Figura 4. 7 - Modello a gradini 
 
Ogni azione dell’operatore è preceduta da una serie di processi cognitivi che 
si svolgono secondo una struttura a livelli, ciascuno dei quali contiene 
funzioni cognitive diverse. La sequenza non è quasi mai né lineare né 
completa, ma si dispone secondo una scala dove, talvolta, si salta 
orizzontalmente per evitare gli scalini più alti e faticosi. 




Il processo cognitivo che porta dallo stimolo all’azione infatti prevede tre 
differenti percorsi di complessità crescente che richiedono quantità di 
attenzione e di risorse cognitive via via maggiori. Alla base dello schema è 
collocato un comportamento skill-based secondo il quale l’operatore, 
stimolato da un fatto (input: segnale, rumore, etc.) reagisce quasi 
istantaneamente eseguendo un’azione legata ad una procedura ben 
interiorizzata. A livello intermedio, si colloca un tipo di comportamento rule-
based per cui l’operatore, sulla base delle informazioni ricevute ed 
eventualmente a valle di un comportamento skill-based, ordina una serie di 
azioni mediante l’uso di procedure e le esegue. A livello più elevato, si trova 
il tipo di comportamento knowledge-based, in cui l’operatore è chiamato a 
fare uso in modo creativo ed autonomo (cioè senza l’uso di procedure o di 
comportamenti istintivi) delle informazioni disponibili e delle sue 
conoscenze, al fine di produrre le valutazioni e le decisioni a cui 
conseguiranno le azioni opportune. 
Sulla base del modello proposto da Rasmussen, sono state individuate tre 
diverse tipologie di errore: 
 Slips: errori di esecuzione che si verificano a livello di abilità. In 
questa categoria vengono classificate tutte quelle azioni eseguite in 
modo diverso da come pianificato, cioè l’operatore sa come dovrebbe 
eseguire un compito, ma non lo fa, oppure inavvertitamente lo esegue 
in maniera non corretta; 
 Lapses: errori di esecuzione provocati da un fallimento della memoria. 
In questo caso l’azione ha un risultato diverso da quello atteso a causa 
di un fallimento della memoria. A differenza degli slips, i lapses non 
sono direttamente osservabili; 
 Mistakes: errori non commessi durante l’esecuzione pratica 
dell’azione. In questo caso è il piano stesso a non essere valido, 




nonostante le azioni si realizzano come sono state pianificate. Possono 
essere di due tipi: rule-based e knowledge-based: 
 Rule-based mistakes: errori dovuti alla scelta della regola 
sbagliata a causa di una errata percezione della situazione 
oppure nel caso di uno sbaglio nell’applicazione di una 
regola; 
 Knowledge-based mistakes: errori dovuti alla mancanza di 
conoscenze o alla loro scorretta applicazione. 
Il risultato negativo dell’azione risiede nelle conoscenze erronee che l’hanno 
determinata. Tale tipologia di errore è insita nella razionalità limitata o 
comunque nella difficoltà di dare risposte a problemi che presentano 
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Nella valutazione della validità e dell’efficacia di una determinata soluzione 
progettuale riveste un ruolo importante la capacità di prevedere l’evoluzione 
del sistema complessivo risultante durante una potenziale situazione 
d’emergenza, come può essere l’evacuazione in caso di incendio. 
In tale ambito, la simulazione ad agenti risulta essere uno dei migliori 
strumenti da utilizzare per modellare la realtà considerata. 
In tal senso, in questo capitolo si forniranno dapprima dei cenni sulla 
simulazione in generale; successivamente si realizzerà una panoramica 
sull’Agent Based Modeling and Simulation e sulle metodologie di 
modellizzazione attualmente presenti ed implementate da parte degli 
studiosi; infine si descriverà l’algoritmo maggiormente utilizzato per 
realizzare un modello simulativo antincendio . 
  





5.1 La simulazione 
 
I sistemi reali, definiti come insiemi di entità interagenti, sono caratterizzati 
da elevata complessità, dinamicità e casualità; ciò rende difficoltosa la 
comprensione del loro comportamento e la loro organizzazione e gestione. La 
simulazione è un importante strumento che offre l’opportunità di vedere 
funzionare un sistema in un computer. Con il termine “simulazione” 
s’intendono quelle tecniche che con l’ausilio del calcolatore “imitano”, 
ovvero simulano il comportamento di un sistema. Il problema della 
progettazione di sistemi complessi, integrati e caratterizzati da una natura 
tipicamente dinamica e stocastica risulta infatti difficilmente affrontabile 
senza il ricorso a metodologie di simulazione. 
In particolare, i modelli di simulazione consentono di valutare a priori le 
prestazioni ottenibili dal sistema considerato prima ancora di procedere alla 
sua realizzazione o modifica. In questo modo è possibile prevedere il 
comportamento del sistema al variare di condizioni e parametri, valutare tutti 
gli indicatori di performance tecnici, trovare le soluzioni più opportune, 
riducendo i costi di investimento e di esercizio e limitando i rischi. 
Se per le scienze della natura gran parte delle teorie sono sempre state 
paragonate ai fatti per trovare una conferma o una smentita, ciò non è mai 
avvenuto per le scienze dell’uomo (l’economia, la sociologia, la storia, 
l’antropologia, la psicologia, etc.). In queste scienze è sempre stato 
impraticabile realizzare una relazione tra teorie e fatti osservati; difficilmente 
le teorie sono state formulate in termini quantitativi e raramente è stato 
possibile adottare il metodo empirico. Gli scienziati non sono mai stati in 
grado di fornire stime o previsioni precise dei fenomeni studiati nelle scienze 
umane (si pensi all’economia), anzi frequentemente hanno sbagliato 
completamente, prevedendo risultati del tutto errati. 





Nelle scienze dell’uomo vengono raccolti e descritti una grande quantità e 
varietà di fatti ma purtroppo non c’è, nella maggior parte dei casi, un 
collegamento tra teorie e fatti che caratterizza la scienza in generale e le 
scienze della natura in particolare. Questo è uno dei principali motivi per cui 
le scienze dell’uomo fanno pochi progressi e non riescono a raggiungere e ad 
accumulare nel tempo una vera conoscenza e comprensione della realtà. 
Vengono elaborate e discusse tante teorie, ma raramente vengono poste a una 
vera e propria verifica sperimentale; non sono sostenute o criticate con fatti 
osservati. Di questa differenza tra le scienze dell’uomo e le scienze della 
natura occorre tener conto perché, proprio per la loro arretratezza, le scienze 
dell’uomo hanno più bisogno delle simulazioni. 
 
 
5.1.1 Benefici della simulazione 
 
La simulazione può essere considerata il terzo strumento della scienza, che si 
è aggiunto di recente, con l’avvento dei computer, ai due strumenti di ricerca 
tradizionali: le teorie e gli esperimenti di laboratorio. Adottare il metodo della 
simulazione significa tradurre una teoria in un programma per il computer, 
farlo eseguire al computer e verificare se la simulazione riproduce i fenomeni 
che la teoria intende spiegare. Le simulazioni offrono una serie di vantaggi 
per la ricerca scientifica e questo spiega perché stanno diventando uno 
strumento sempre più usato in tutte le discipline. 
Un primo vantaggio è che esprimere una teoria da tradurre in un programma 
per il computer costringe a formularla in modi necessariamente chiari, 
espliciti, univoci, senza lacune e contraddizioni nascoste, altrimenti non 
potrebbe essere tradotta in un software. 





Questo è un vantaggio importante per quelle discipline, come le scienze 
dell’uomo (cognitive, sociali e storiche), che spesso non riescono a formulare 
le loro teorie in modo chiaro, esplicito e univoco. I concetti teorici delle 
scienze dell’uomo non sono in genere concetti quantitativi, matematici, i 
quali sono per definizione chiari, espliciti e univoci; inoltre non si connettono 
in modo diretto con la realtà osservabile. 
Un altro beneficio derivante dall’uso delle simulazioni è che esse permettono 
di studiare qualsiasi fenomeno, a differenza di un laboratorio dove è possibile 
studiarne solo alcuni e in condizioni così artificiali che, per certe discipline, 
l’utilità degli esperimenti di laboratorio è inevitabilmente limitata o del tutto 
assente. In numerose scienze naturali le teorie formulate possono essere 
verificate direttamente con metodi empirici, per controllare la correttezza 
delle loro ipotesi; gli esperimenti di questo tipo permettono di capire quali 
sono i fattori che danno origine a determinati fenomeni e di modificarne 
alcuni aspetti e caratteristiche per osservare le conseguenze che si 
ripercuotono sul sistema. Tutto ciò è valido se lo studio è limitato a situazioni 
e sistemi semplici; nel caso però di fenomeni che danno origine a sistemi 
complessi il metodo di verifica sperimentale può non essere praticabile o 
comunque diventare eccessivamente costoso. 
La possibilità di verificare le teorie e fare previsioni è del tutto preclusa per le 
scienze sociali; infatti, diversamente da quanto accade per le scienze naturali, 
non esiste nessun concetto di laboratorio e quindi è impossibile mettere in 
pratica idee e teorie. In alcuni casi eseguire test in laboratorio sarebbe 
eccessivamente costoso e complicato come ad esempio per i progetti 
aerospaziali, in altri l’inconveniente sarebbe il tempo perché la verifica 
ottenuta partendo da un’implementazione sperimentale richiederebbe tempi 
di attesa troppo lunghi. 





In tutti i casi elencati, sarebbe auspicabile avere più che un laboratorio 
“fisico” uno “virtuale”, dove fosse possibile studiare questi sistemi non 
direttamente sperimentabili in modo economico e veloce; da qui è nata 
l’importanza della simulazione che è un potente mezzo per la comprensione e 
lo studio di realtà non riproducibili e rappresenta per i ricercatori uno 
strumento decisamente più completo rispetto al laboratorio.  
La simulazione consente inoltre di elaborare modelli che mirano ad ottenere 
particolari risposte, ad esempio conoscere quali saranno le conseguenze 
originate da un particolare insieme di fattori; per esempio, grazie a questo 
metodo, gli studiosi delle scienze sociali possono valutare gli effetti originati 
da particolari provvedimenti economici o sociali prima della loro 
applicazione nella realtà. Si tratta della tipica domanda “what if” a cui è 
possibile dare risposta modificando alcuni parametri e/o caratteristiche del 
modello. 
Il metodo della simulazione differisce dai metodi tradizionali della ricerca 
scientifica perché non ha il solo intento di descrivere o spiegare i fenomeni 
della realtà, ma cerca di ricrearli; inoltre consente di formulare le proprie 
teorie e ipotesi sotto forma di progetti per la costruzione di sistemi artificiali. 
Una simulazione può essere utilizzata come un laboratorio in cui controllare 
variabili e manipolare il loro valore osservando gli effetti di queste 
operazioni, come avviene nelle reali prove sperimentali e che ne spiega il 
grande valore per la scienza. In laboratorio lo scienziato non si limita a 
osservare la realtà empirica, ad aspettare che avvengano i fenomeni cruciali 
che possono dirgli se le sue teorie sono corrette o sbagliate; per mezzo di una 
simulazione lo scienziato, come se fosse in laboratorio, interroga la realtà, 
pone le domande per decidere se una teoria è corretta o sbagliata e ottiene 
risposte. Se una simulazione riesce a riprodurre i fenomeni osservati nella 
realtà, la teoria che sta a monte può essere confermata; se non ci riesce, il 





ricercatore può aggiungere, togliere e modificare parametri o può modificare 
in altri modi la teoria fino a che non viene raggiunta una corrispondenza 
soddisfacente; tutto questo sostenendo costi quasi nulli. 
Le simulazioni possono essere utilizzate anche per elaborare teorie, per 
esplorarne e valutarne le caratteristiche e le implicazioni quando sono ancora 
nella fase di costruzione. In particolare diventa possibile sviluppare il metodo 
degli esperimenti mentali, un metodo di ricerca che viene usato, ma solo 
marginalmente e implicitamente, nella scienza. Le simulazioni si possono 
anche definire, come delle “macchine” per automatizzare gli esperimenti 
mentali. Le simulazioni sono uno strumento per conoscere e capire la realtà; 
usarle come metodo di ricerca ha delle conseguenze sul modo di concepire e 
di studiare la realtà. Adottando le simulazioni come strumento di ricerca, 
risulterà naturale vedere la realtà non costituita soprattutto da sistemi 
semplici, ma principalmente da sistemi complessi. La scienza fino ad oggi si 
è occupata quasi esclusivamente di sistemi semplici poiché essi si prestano 
meglio ad essere studiati con gli strumenti tradizionali, ma la realtà è 
costituita soprattutto di sistemi complessi; dunque si presenta il problema di 
dotarsi degli strumenti idonei, che, ovviamente, non possono più essere quelli 
tradizionali e la simulazione è uno di questi, anzi, ad oggi, è probabilmente il 
più importante. 
Le simulazioni compiono una sintesi della realtà, cioè partendo dai singoli 
componenti cercano di esaminare cosa emerge quando questi vengono messi 
insieme e fatti interagire. In altre parole le simulazioni si basano 
sull’assunzione che la realtà non può essere conosciuta solo analizzando i 
suoi componenti, ma è necessario ricrearla a partire da questi componenti. 
Un’altra peculiarità che scaturisce dall’uso delle simulazioni deriva dal fatto 
che possono essere considerate come un linguaggio comune parlato da 
qualunque disciplina. 





L’eccessiva frammentazione disciplinare può essere un problema per la 
scienza e risultare un ostacolo per la ricerca. Infatti, in una scienza divisa in 
tante discipline si può presentare la difficoltà a studiare fenomeni estesi e, 




5.1.2 Critiche alle simulazioni 
 
Pur presentendo problemi e limitazioni la maggior parte delle critiche rivolte 
alle simulazioni sono dovute per lo più ad una mancata comprensione e non 
ai veri e propri limiti che le contraddistinguono. 
Una fra le critiche più ricorrenti è che esse sono una semplificazione della 
realtà che è estremamente complessa e quindi risultano uno strumento troppo 
semplice per poterla spiegare; addirittura a volte le simulazioni vengono 
prese come dei giochi, divertenti, ma incapaci di essere un elemento utile per 
aiutare a comprendere la realtà. Tale critica è sicuramente eccessiva in quanto 
le simulazioni sono innanzitutto la traduzione di una teoria in programma per 
computer, e tutte le teorie, per assolvere al loro compito, cioè quello di far 
comprendere i fenomeni, sono semplificate rispetto alla realtà; permettono 
così di cogliere l’essenza dei fenomeni, liberandoli dalla complessità e dalla 
varietà. Semmai è necessario capire se le semplificazioni sono orientate nella 
giusta direzione e se non sono stati tralasciati degli elementi fondamentali per 
esplicitare l’essenza del fenomeno che viene studiato. È corretto che una 
simulazione semplifichi la realtà purché la semplifichi nel modo giusto. 
Inoltre è importante sottolineare che, mentre le teorie ed il metodo della 
sperimentazione tradizionali rimarranno sempre semplificazioni della realtà, 
le simulazioni, con l’innovazione tecnologica e con lo sviluppo delle tecniche 





simulative, diventeranno sempre più sofisticate ed elaborate, rendendo così la 
rappresentazione dei fenomeni che studiano, sempre più vicina alla realtà. 
Un’altra critica che viene rivolta è che le simulazioni non direbbero nulla di 
nuovo rispetto a quanto già conosciuto della realtà sotto studio; viene quindi 
spontaneo affermare che se nulla di nuovo viene detto, è inutile utilizzarle, 
poiché sarebbero solo uno spreco di tempo. Questo è facilmente obiettabile 
affermando che spesso la simulazione non restituisce quanto aspettato ma fa 
emergere dei fenomeni che differiscono da quelli usati come base di partenza. 
Inoltre il fatto che una simulazione riproduca risultati identici alla realtà, deve 
essere percepito come una conferma della bontà della teoria che sta alla base 
della simulazione stessa. 
Un’ulteriore argomentazione da parte dei critici è che attraverso le 
simulazioni viene riprodotta una realtà che abitualmente è poco conosciuta e 
quindi inutile da riprodurre, poiché il risultato sarebbe privo di significato 
scientifico, a causa della sua incompletezza e penuria di particolari. Se fosse 
realmente così e se fosse necessario aspettare di conoscere perfettamente la 
realtà prima di poterla simulare, è difficile capire a cosa potrebbero servire le 
simulazioni; nel senso, a cosa servirebbe studiare un argomento se è già 
conosciuta ogni particolarità del suo funzionamento. La simulazione serve 
proprio quando qualcosa non è conosciuto a fondo e lo studio effettuato non è 
sufficiente per poterne comprendere l’essenza. 
Ciò porta a due conseguenze: in primo luogo, la simulazione è una teoria ed 
in quanto tale è utile per andare al di là di un semplice insieme di fatti e per 
poter comprendere perché tali fatti si verifichino (compito delle teorie in 
generale e quindi anche delle simulazioni); in secondo luogo le simulazioni 
possono servire per la scoperta di altri fenomeni, rispetto a quelli che sono 
studiati, per cui possono essere considerate come guida per indirizzare la 





ricerca scientifica, nello scoprire se i nuovi fenomeni, ricavati dai risultati 
delle simulazioni, abbiano un riscontro nella realtà. 
Una fra le critiche più frequenti afferma che le simulazioni non lasciano 
trasparire cosa avviene anche quando riproducono qualcosa con successo, 
sono in pratica delle “scatole nere”: è conosciuto cosa viene inserito, cioè 
cosa c'è dentro e cosa esce, ma è ignoto cosa ci succede dentro. Questo però 
vale solo per chi osserva passivamente da fuori. Il ricercatore che implementa 
la simulazione è come se operasse in un laboratorio sperimentale, può 
intervenire e modificare ogni aspetto per vedere i risultati che derivano da 
queste sue manipolazioni, osservando non solo i fenomeni, ma anche ciò che 
ci sta dietro. 
Secondo alcuni, poi, le simulazioni pur essendo in grado, in alcuni casi, di 
riprodurre il fenomeno studiato, non permettono di comprenderlo a fondo, 
perché essendo espresse in linguaggi informatici, possono essere comprese 
nella loro essenza solo da esperti di questo settore; a queste affermazioni è 
facile ribattere dicendo che le teorie espresse in modo tradizionale sono 
descritte con un linguaggio matematico che, per essere compreso, deve 
presupporre un determinato livello di conoscenza della matematica. Questo si 
traduce nel fatto che tutte le teorie, “classiche” e non, richiedono determinate 
conoscenze specifiche per essere comprese e perciò non possono essere 
intese nella loro essenza da chiunque. Invece il loro significato può essere 
compreso anche senza una base matematica nella maggior parte dei casi e 
questo avviene anche per le simulazioni, che attraverso il monitor del 










5.1.3 I problemi della simulazione 
 
Anche le simulazioni presentano dei problemi e dei limiti reali ma che non 
consistono in veri e propri ostacoli che minano l’efficienza di questa 
metodologia di ricerca. Tali limiti sono per lo più dovuti all’incapacità di 
usare correttamente questa metodologia ed è quindi attendibile che possano 
essere superati, grazie ad una maggiore perizia da parte di coloro che le 
utilizzano. 
Uno dei più rilevanti problemi è che spesso coloro che le usano tendono a 
dare maggior peso alle verifiche interne che alle verifiche esterne. La verifica 
interna consiste nel valutare se derivino effettivamente le predizioni che si 
pretende che da essa siano ricavabili. La verifica interna di una teoria è un 
elemento essenziale della ricerca scientifica, soprattutto quando i fenomeni 
della realtà che vengono studiati sono complessi. Ciò nonostante non è 
ammissibile rinunciare a eseguire anche la verifica esterna, che consiste 
semplicemente nel controllo dei risultati ottenuti in fase di simulazione con la 
realtà a essi relativa, è cioè va controllato che quello che è accaduto nella 
simulazione corrisponda ai fatti empirici. Accade di frequente che in questa 
verifica esterna la ricerca sia un pò assente e inadeguata. È anche vero che 
uno scienziato, prima di costruire una simulazione, debba avere ben presente 
un fenomeno, che poi è il soggetto che vuole analizzare e che quindi al 
momento del conseguimento dei risultati, faccia implicitamente un’analisi 
con la realtà. Però è anche vero che il confronto tra risultati della simulazione 
e realtà, non avviene in modo sistematico, come invece dovrebbe essere, per 
constatare poi la validità dell’analisi condotta. È quindi necessario che i 
riscontri siano espliciti, dettagliati e ampi, altrimenti è probabile che il troppo 
coinvolgimento nei mondi artificiali faccia trascurare il punto di vista della 
realtà empirica, che invece deve essere ben presente. La mancanza di un tale 
raffronto, può anche dipendere da un eccessivo impegno per la costruzione di 





una simulazione che sottrae tempo e risorse ad una verifica esterna 
sistematica ed approfondita. Comunque non va dimenticato che le 
simulazioni possono essere usate anche a fini unicamente pratici, magari per 
generare nuove tecnologie; in questo caso il confronto con la realtà è 
superfluo poiché non è negli obiettivi che il ricercatore si prefigge. 
Un altro problema deriva da una errata semplificazione della realtà, in quanto 
le simulazioni essendo teorie devono in primo luogo semplificare, ma queste 
semplificazioni devono essere indirizzate nella maniera corretta; è quindi 
necessario semplificare solo gli elementi che non sono particolarmente 
rilevanti per il fenomeno in questione e mantenere tutto il resto. Risulta 
indispensabile dedicare molta attenzione nella distinzione tra aspetti 
irrilevanti ed aspetti rilevanti, magari utilizzando anche precise metodiche 
che indichino quali siano le semplificazioni giuste e quali no. 
Nel processo di semplificazione della realtà è anche essenziale che non siano 
inseriti dettagli inutili, o addirittura arbitrariamente scelti, cioè particolari che 
non abbiano riscontro nella realtà; questo problema potrebbe anche essere 
indicato come l’opposto di quello appena citato nel senso che inserendo 
dettagli estranei alla realtà è molto probabile non riuscire a simulare un 
sistema o riprodurre scorrettamente il fenomeno reale sotto studio. Per evitare 
questo problema è necessario interpretare correttamente i risultati, cercando 
di capire qual è il contributo che i singoli dettagli danno ai risultati della 
simulazione, in modo da individuare facilmente i dettagli inseriti 
arbitrariamente che apportano un contributo discorsivo all’andamento della 
simulazione. 
Nel caso che le simulazioni non confermino le ipotesi iniziali è difficoltoso 
capire, basando la verifica sull’interpretazione dei risultati, se l’errore sia 
attribuibile ad un’inesatta specificazione del modello o semplicemente ad una 
scorretta programmazione; può anche capitare che le ipotesi siano 





confermate, ma comunque può essere difficoltoso confermare la congruenza 
dei risultati, perché oltre a quelli espliciti possono essercene anche altri 
impliciti. 
Un altro problema riguarda il livello di realismo della simulazione, perché nel 
processo di semplificazione della realtà è importante trovare il giusto 
bilanciamento tra i dettagli indispensabili e quelli superflui, per non creare un 
modello che non è in grado di rappresentare efficacemente ed allo stesso 
tempo efficientemente la realtà studiata. 
Un ultimo problema consiste nella definizione delle assunzioni su cui graverà 
il modello e dei valori da assegnare ai parametri, che possono richiedere un 






Un modello descrive una realtà da studiare e deve catturare e mettere in 
evidenza gli aspetti d’interesse, tralasciando quelli che risultano essere 
insignificanti ed inutili. Dettaglio, precisione ed estensione del modello 
devono essere rapportati allo scopo finale della simulazione. 
Un buon modello deve avere le seguenti caratteristiche: 
 correttezza: deve riprodurre esattamente gli aspetti di interesse della 
realtà studiata; 
 precisione: lo scostamento misurato tra i risultati della simulazione e 
quelli della realtà deve essere il minimo possibile; 





 generalità: deve poter gestire correttamente le varianti della realtà in 
esame ed essere il più scalabile possibile; ciò è ottenibile in parte 
attraverso l’uso di parametri; 
 affidabilità: la simulazione deve fornire sempre risultati corretti per 
ogni condizione di utilizzo; in altre parole non deve accadere che per 
alcuni particolari configurazioni si ottengono risultati completamente 
sbagliati. 
Nell’ambito dell’ingegneria, si definisce modello matematico un modello 
formale che opera su oggetti matematici, che rappresentano le astrazioni delle 
entità reali che si stanno considerando. Nella progettazione e nello studio di 
una qualsiasi entità reale, risulta spesso difficile o impossibile avere a 
disposizione modelli intuivi e semplici, che aiutino a capire se una certa 
soluzione possa essere adeguata o meno per l’applicazione diretta al mondo 
reale. I modelli matematici possiedono il vantaggio, su tutti gli altri modelli 
formali, di non essere costosi (come i modelli fisici) e di permettere di 
applicare il rigore del ragionamento matematico. Ad esempio, un insieme di 
equazioni differenziali può descrivere la struttura di un ponte e le forze che 
su di esso sono esercitate; sulla base di esse il progettista può anticipatamente 
prevedere gli sforzi a cui è sottoposta la struttura interna del ponte. 
Un modello matematico non è semplicemente una copia o una 
rappresentazione in miniatura di qualche oggetto o fenomeno; esso è 
piuttosto un insieme di affermazioni (e talvolta di supposizioni) il cui scopo è 
di spiegare certi fenomeni, ovvero di farli comprendere con maggior 
chiarezza. Seguendo gli approcci classici, la definizione di un modello 
matematico avviene attraverso la scrittura di equazioni differenziali. Si 
perviene così ad uno o più sistemi di equazioni che in sostanza rappresentano 
la realtà studiata. Ciò penalizza fortemente gli studiosi delle scienze per le 
quali non è possibile o realistico ricondursi a modelli puramente matematici, 
la cui risoluzione non è computazionalmente trattabile nella maggioranza dei 





casi. Una prima classificazione dei modelli matematici vede la distinzione tra 
modelli deterministici e modelli stocastici. In un modello deterministico non 
ci sono elementi probabilistici, mentre questi sono presenti in un modello 
stocastico. Introducendo i dati di ingresso in un modello deterministico si 
ottiene un risultato fissato; in un modello stocastico invece si ottiene un 
risultato probabilistico, vale a dire una stima delle reali caratteristiche del 
modello. 
Un’ulteriore classificazione per i modelli matematici riguarda la distinzione 
tra modelli di tipo “continuo” e modelli di tipo “discreto”. Nel primo caso le 
caratteristiche del sistema subiscono mutamenti di stato di tipo continuo, nel 
secondo caso i mutamenti di stato si verificano unicamente in corrispondenza 
di intervalli temporali discreti. 
 
 
5.1.5 Fasi della simulazione 
 
Le operazioni di codificazione necessarie per costruire un modello vanno 
inquadrate in un processo di studio del sistema che segue diversi passi. 
Questo processo non è una semplice sequenza di fasi, infatti è necessario 
ritornare al passo precedente ogni volta che si acquisiscono conoscenze 
sempre più approfondite sul sistema. Il processo di studio del sistema si può 
suddividere nelle seguenti fasi: 
 formulazione del problema: definizione del sistema da studiare e dei 
suoi obiettivi; 
 acquisizione dei dati: raccolta, analisi, selezione e validazione dei dati 
quantitativi del sistema; 
 realizzazione del modello: formulazione delle ipotesi e realizzazione 
del modello; 





 validazione: confronto delle caratteristiche del modello con quelle del 
sistema; 
 implementazione del software: scrittura del programma in un 
linguaggio generico di simulazione o attraverso un ambiente di 
simulazione adeguato (l’impiego di un simulatore user-friendly può 
semplificare molto questa attività rispetto all’utilizzo di un linguaggio 
generico di programmazione); 
 validazione del simulatore: esecuzione di test di simulazione per 
confrontare se gli output del modello si avvicinano agli output del 
sistema esistente; se gli output non sono in accordo allora si rende 
necessaria la revisione delle fasi precedenti; 
 definizione della fase sperimentale: valutazione dei tempi di 
simulazione, delle condizioni iniziali e del numero di simulazioni 
necessarie; 
 simulazioni: vengono effettuate le simulazioni; 
 analisi dei risultati: esame e osservazione dei risultati ottenuti per 
definire le misure di prestazione del sistema; 
 presentazione dei risultati: utilizzo dei risultati a supporto delle 
decisioni per la gestione del sistema. 
 
 
5.1.6 Micro e Macro Simulazioni 
 
Una simulazione, indipendentemente dalla metodologia utilizzata, in 
relazione al livello di dettaglio con cui analizza e modellizza il sistema, può 
essere una micro - simulation o una macro - simulation. Se il sistema viene 
analizzato, studiato e modellato nella sua globalità, in termini di popolazione 
piuttosto che degli individui che lo compongono, ci si trova di fronte ad una 
tecnica di macro - simulation. Nella realtà ogni entità fornisce un suo 





contributo al raggiungimento del risultato finale e, anziché considerare la 
somma di ognuna di esse, viene fatta una sorta di media ponderata dei vari 
contributi. Tutto viene come centralizzato, le singole entità possono essere 
viste come insiemi inscindibili di una macrostruttura caratterizzata da un 
certo numero di parametri. 
In antitesi a quanto detto vi sono le tecniche di micro - simulation, dove il 
modello cerca di specificare il contributo dato dalle singole entità ed è in 
grado di osservare e studiare la formazione di comportamenti emergenti; si 
tratta di situazioni impredicibili a priori, sia qualitativamente che 
quantitativamente, il cui verificarsi è dato dalla reciproca interazione tra le 
varie entità, più precisamente quando il raggiungimento dello stato finale del 
sistema è funzione non lineare del contributo di ogni singolo ente. Con 
tecniche di macro - simulation ciò è impossibile; infatti queste vanno 
utilizzate quando le dinamiche della realtà sono dominate da precise leggi di 
vario tipo piuttosto che da scambio di informazioni e interazioni tra le varie 





ABMS è l’acronimo di “Agent Base Modeling and Simulation” che tradotto 
significa “Simulazione basata sulla modellazione ad agenti” e rappresenta un 
nuovo paradigma di modellazione. Si tratta in pratica di un metodo di calcolo 
per simulare le azioni e le interazioni tra individui autonomi in un ambiente, 
al fine di valutare i loro effetti sul sistema nel suo complesso. Combina 
elementi di teoria dei giochi, sistemi complessi, emergenza, sociologia, 
informatica, sistemi multi agente e programmazione evolutiva, usufruendo 





del metodo Monte Carlo per introdurre la casualità, quando questa risulti 
utile. 
Nell’Agent Based Modeling un sistema è modellato come una collezione di 
entità che decidono (gli agenti); ognuna individualmente valuta l’ambiente e 
la situazione in cui si trova e di conseguenza prende decisioni in base a delle 
determinate regole; può tenere vari comportamenti adeguati al sistema di cui 
fa parte come ad esempio produrre, consumare o vendere. Le interazioni tra 
gli agenti sono la caratteristica fondamentale di questo paradigma basato 
anche sulla potenza di calcolo fornita dai computer. 
Al suo livello più semplice un ABMS consiste in un insieme di agenti e di 
relazioni fra essi; ma da una collezione di sistemi semplici possono derivare 
però dei comportamenti molto complessi che sono in grado di fornire 
considerevoli informazioni riguardo ai fenomeni reali che tentano di emulare. 
Inoltre gli agenti possono essere in grado di evolvere dando così la possibilità 
a capacità impreviste di emergere. Negli ABMS più sofisticati vengono 
anche incorporati reti neurali, algoritmi genetici o altre tecniche di 
apprendimento in modo da permettere l’adattamento e l’acquisizione di 
nuove capacità agli agenti. 
ABMS è più un atteggiamento mentale piuttosto che una tecnologia vera e 
propria; quest’atteggiamento consiste nel descrivere un sistema dalla 
prospettiva delle sue unità costituenti: infatti, un sinonimo di ABMS potrebbe 
essere modellazione microscopica10. 
Fra i motivi alla base della popolarità dell’ABMS c’è la facilità 
d’implementazione: infatti, appena appresi i principi fondamentali, è facile 
costruire un agente; tuttavia, pur avendo un’agevole tecnica implementativa, i 
concetti da sviluppare non sono facili da padroneggiare. 
                                                           
10
 Tale concetto verrà ripreso ed approfondito nel paragrafo 5.3.1. 





Pertanto l’ABMS è tecnicamente semplice, ma allo stesso tempo 




5.2.1 Gli agenti 
 
Sebbene non ci sia una definizione universale, ogni tipo di elemento 
indipendente può essere considerato un agente (software, modello, individuo, 
etc.); il comportamento di questo elemento indipendente può spaziare da 
semplici reazioni sino a complessi adattamenti; secondo altre definizioni è 
ammissibile considerare agenti solo gli elementi che presentano 
caratteristiche di adattamento. In senso più generale un agente è un elemento 
che può apprendere dall’ambiente in cui si trova e cambiare il suo 
comportamento in risposta a questo.  
 
Figura 5. 1 - Un Agente 





Russell e Norvig [12] forniscono la seguente definizione di agente: “Si 
intende per agente una qualsiasi entità in grado di percepire il proprio 
ambiente attraverso dei sensori e di agire in quell’ambiente attraverso degli 
attuatori.” 
Un agente allora si può considerare composto da: 
1. organi sensori per percepire l’ambiente; 
2. organi attuatori per agire in quell’ambiente; 
3. una razionalità che lo guida nelle azioni. 
 
 
Figura 5. 2 - Gli agenti interagiscono con l’ambiente per mezzo di sensori e attuatori 
 
Un agente razionale è un agente che agisce in modo da massimizzare il 
rendimento di una sua performance. In generale si può dire che il 
comportamento di un agente razionale può essere  definito in termini del 
“successo” delle sue azioni, attraverso una misura di prestazione. 
Naturalmente non esiste un unico criterio valido per ogni agente. Inoltre ogni 
performance measure deve essere di tipo oggettivo e stabilita da una autorità 
esterna, cioè in qualità di osservatori esterni si stabilisce un modello di ciò 
che significa aver successo in un ambiente e si userà per misurare la 





prestazione degli agenti. Insieme alla misura di prestazione deve essere 
definito anche il periodo di tempo durante il quale effettuare la valutazione 
del comportamento di un agente. La razionalità del comportamento dipende 
dalle caratteristiche dell’ambiente e dalla conoscenza che l’agente ne ha. 
In sintesi, in ogni istante la razionalità di un comportamento dipende da 
quattro componenti: 
• La misura di prestazione che definisce il grado di successo; 
• Tutto ciò che l’agente ha percepito fino a quell’istante, cioè la 
sequenza delle percezioni; 
• La conoscenza dell’agente dell’ambiente in cui opera; 
• Le azioni che l’agente è in grado di eseguire. 
 
Un agente razionale ideale può essere definito come segue: “Per ogni 
possibile sequenza di percezioni, un agente razionale ideale dovrebbe 
eseguire qualsiasi azione che possa massimizzare la misura di prestazione, in 
base alle informazioni fornite dalla sequenza delle percezioni e dalla sua 
conoscenza predefinita sull’ambiente.” 
Un agente si definisce autonomo quando le scelte delle sue azioni dipendono 
solo dall’esperienza personale, piuttosto che dalla conoscenza dell’ambiente 
che è stata predefinita dal progettista. 
Ancora, è possibile considerare la definizione di Wooldridge e Jennings [8]: 
“Un agente è un sistema informatico situato in un certo ambiente, capace di 
azioni autonome in tale ambiente allo scopo di raggiungere i propri obiettivi”. 
In base a quest’ultima definizione si ha che: si parla di agente e non di agente 
intelligente; non si specifica un tipo di ambiente perché gli agenti possono 
trovarsi in differenti tipi di ambiente; l’agente è inserito in un ambiente, nel 
senso che riceve da questo input sensoriali e può compiere azioni che 
modificano l’ambiente in qualche modo; l’ultimo concetto è quello di 





autonomia, intesa qui come la capacità degli agenti di agire in maniera 
indipendente, senza l’intervento dell’uomo o di altri sistemi, avendo un 
controllo diretto sulle proprie azioni e sul proprio stato interno. 
 
Figura 5. 3 - Un agente nel suo ambiente 
 
Il concetto di obiettivo è centrale: ogni agente è chiaramente identificabile 
come entità autonoma atta al problem-solving finalizzato al raggiungimento 
di uno o più obiettivi specifici.  
Dunque l’autonomia è la caratteristica principale degli agenti, che li rende 
capaci di rispondere in maniera indipendente da altri processi, gestendo il 
proprio stato interno, di prendere iniziative per raggiungere i propri obiettivi 
di progetto e anche di rifiutare di effettuare un’azione che gli era stata 
richiesta da un altro agente, “agents can say no”. 
Possono essere considerati come esempi di agente qualsiasi sistema di 
controllo, che deve controllare un ambiente reale e compiere azioni per 
modificarlo, quando cambiano le sue condizioni (un classico esempio è il 
termostato, che ha come obiettivo quello di mantenere la temperatura di un 





ambiente ad un dato valore costante), e i software daemons che controllano 
invece un ambiente software e intervengono per modificarlo [16]. 
Secondo Wooldridge e Jennings [8], un agente per essere definito intelligente 
deve avere alcune proprietà, cioè “deve essere capace di azioni autonome 
flessibili per raggiungere i propri obiettivi”. 
Per flessibile si intende: 
• Reattivo: gli agenti percepiscono l’ambiente, mantenendo una 
continua interazione con esso, e rispondono ai cambiamenti in 
maniera tempestiva per soddisfare gli obiettivi di progetto. La 
reattività è necessaria in un ambiente dinamico; 
• Pro-attivo: gli agenti sono intraprendenti, cioè mostrano un 
comportamento diretto allo scopo, goal-oriented, prendendo 
l’iniziativa, non sono semplicemente guidati dagli eventi; 
• Sociale: gli agenti sono capaci di interagire con umani o altri agenti 
attraverso l’uso di un linguaggio di comunicazione ad agente, 
agent-communication language (ACL), e l’uso di strategie di 
coordinamento e negoziazione che permettono la risoluzione di 
conflitti tra gli agenti, la realizzazione di compiti comuni e lo 
scambio di risorse e attività. Questo tipo di abilità sociale è molto 
più complessa rispetto alla semplice abilità di scambiare 
un’informazione binaria. 
Quella appena vista è la “nozione debole” di agente; esiste anche una 
“nozione forte” secondo cui un agente è un sistema hardware o software che, 
oltre a possedere le caratteristiche deboli precedenti, è concettualizzato e 
implementato usando attributi che sono solitamente applicati agli umani. 
Ad esempio, un agente può essere caratterizzato utilizzando nozioni tipiche 
della mente umana, come conoscenze, credenze, intenzioni, desideri [28] o 
anche nozioni emozionali [29, 30]. 





Altre proprietà degli agenti sono: 
• Mobilità: l’abilità di un agente di muoversi tra i nodi di una rete; 
• Sincerità: un agente non comunica di proposito informazioni false; 
• Benevolenza: gli agenti non hanno obiettivi conflittuali e ognuno di 
loro proverà a fare ciò che gli viene richiesto; 
• Razionalità: un agente agisce in funzione dei suoi obiettivi e non si 
comporterà in maniera diversa in base alle sue conoscenze e 
credenze, impedendo così il raggiungimento del suo obiettivo di 
progetto. 
• Apprendimento/Adattamento: gli agenti migliorano le performance 
nel tempo; per essere veramente ‘smart’, un agente dovrebbe 
imparare come esso reagisce e/o interagisce con l’ambiente 
esterno. 
 
Ancora, un agente dovrebbe avere le seguenti caratteristiche: 
 Identificabilità: un agente è un elemento discreto con un insieme di 
caratteristiche e regole che governano il suo comportamento e la sua 
capacità decisionale; il fatto di essere un elemento discreto implica che 
abbia dei confini ben delimitati e possa essere facilmente 
determinabile se qualcosa fa parte, non fa parte o è una caratteristica 
condivisa di un agente; 
 Capacità di reazione e percezione: un agente è collocato e opera in un 
ambiente per mezzo del quale interagisce con gli altri agenti, 
sfruttando un protocollo di comunicazione; è inoltre in grado di 
reagire all’ambiente e di riconoscere e distinguere le caratteristiche 
degli altri agenti; 
 Goals: un agente ha uno o più obiettivi da raggiungere nel rispetto 
delle sue regole; 





 Autonomia: è la capacità degli agenti di agire senza la guida 
dell’uomo. Tali agenti posseggono degli stati interni e degli obiettivi, e 
agiscono in modo tale da realizzare i loro scopi nell’interesse dei 
propri utenti; 
 Cooperazione: un agente può operare sia in modo isolato che in 
accordo con altri agenti condividendo conoscenza, informazioni e 
strategie con altre entità. In pratica è la capacità di interagire con altri 
agenti, è un attributo fondamentale per poter avere agenti multipli 
piuttosto che uno solo che lavora che lavora su un determinato task. 
Per poter cooperare, gli agenti devono possedere un’abilità sociale; 
 Flessibilità: deve avere l’abilità di apprendere e adattare i suoi 
comportamenti in base alle esperienze; per questo necessita di una 
forma di memoria e di regole che permettano di modificarne il 
comportamento. 
Un agente dovrebbe includere sia delle regole di base che definiscono il suo 
comportamento, sia un altro insieme ad alto livello di “regole che modificano 
le regole”. Le regole di base provvedono alle reazioni all’ambiente mentre le 
“regole che modificano le regole” provvedono all’adattamento all’ambiente.  
 
5.2.1.1 Tipologie di agenti 
Esistono vari tipi di agenti, una classificazione utilizzata è di tipo continuo su 
una scala che va da fine-grained agent, ovvero agenti puramente reattivi dove 
un certo stimolo esterno corrisponde ad un determinato comportamento da 
parte dell’agente, a coarse-grained agent, ovvero agenti con capacità 
deliberative che costruiscono una propria rappresentazione del mondo ed 
effettuano ragionamenti su di essa. 
Secondo Nwana, è possibile collocare gli agenti in differenti classi e definire 
una precisa tipologia [20].  





In primo luogo, gli agenti possono essere classificati in base alla loro 
mobilità dando vita alle classi di agenti statici e mobili. 
In secondo luogo, possono essere classificati come deliberativi o reattivi. Gli 
agenti deliberativi derivano dal paradigma di pensiero deliberativo: 
posseggono al loro interno un modello di ragionamento simbolico e sono in 
grado di agire, pianificare e negoziare in modo tale da coordinarsi con altri 
agenti. Gli agenti reattivi, al contrario, non posseggono alcun modello 
simbolico del loro ambiente e agiscono sulla base di un modello di 
comportamento stimolo/risposta, rispondendo allo stato presente 
dell’ambiente in cui sono collocati [31]. 
In terzo luogo, gli agenti possono essere classificati in base ad alcuni attributi 
ideali e fondamentali che essi dovrebbero mostrare, che sono: autonomia, 
apprendimento e cooperazione, già discussi nel paragrafo 5.2.1.  
In base a queste tre caratteristiche, è possibile individuare inizialmente 
quattro tipi di agenti, mostrati in Figura 5.4: 
• Collaborative agents; 
•  Collaborative learning agents; 
•  Interface agents; 
• Smart agents. 
 






Figura 5. 4 - Una tipologia di agenti 
 
In quarto luogo, gli agenti talvolta possono essere classificati in base al ruolo 
svolto, ad esempio si possono avere world wide web information agents. 
Infine troviamo la categoria degli agenti ibridi che combinano in un singolo 
agente due o più filosofie di agente. 
È possibile quindi individuare sette tipi di agenti: 
1. Collaborative agents; 
2. Interface agents; 
3. Mobile agents; 
4. Information/Internet agents; 
5. Reactive agents; 
6. Hybrid agents; 
7. Smart agents. 
 






Figura 5. 5 - Una classificazione degli agenti 
 
Esistono diverse applicazioni che combinano agenti che appartengono a due 
o più di queste categorie; ci si riferisce a tali applicazioni con il termine 
sistemi ad agenti eterogenei, heterogeneous agent systems, che vedremo più 
avanti. 
Gli agenti non devono necessariamente essere benevoli gli uni con gli altri. È 
possibile che gli agenti siano in competizione tra loro e probabilmente 
antagonisti. 
Vediamo ora in dettaglio i diversi tipi di agente. 
Collaborative agents 
Gli agenti collaborativi sono entità autonome in grado di collaborare con altri 
agenti per realizzare task per gli utenti. Essi possono anche apprendere ma 
ciò non è un aspetto fondamentale. Al fine di collaborare, possono avere 
necessità di effettuare negoziazioni per accordarsi su diversi aspetti dei task 
nei quali sono coinvolti. Essi presentano le caratteristiche di autonomia, 
abilità sociale, comprensione, proattività e tendono a essere statici e coarse-
grained; questa tipologia di agenti è particolarmente utilizzata nei sistemi 
multiagente. La collaborazione può fornire un ulteriore contributo 
all’autonomia di un agente: una volta aver ricevuto un’istruzione, 
quest’ultimo potrebbe negoziare per modificare la richiesta, chiedere 
chiarimenti, oppure persino rifiutarsi di eseguirla. 






Gli agenti d’interfaccia sono entità autonome con capacità di apprendimento 
al fine di portare a termine i task per i propri utenti. 
Pattie Maes, ha evidenziato la metafora alla base di tali agenti: “un assistente 
personale che collabora con l’utente nello stesso ambiente di lavoro”. 
Bisogna far attenzione alla sottile differenza tra questo tipo di agenti e quelli 
precedenti, questi ultimi collaborano tra di loro mentre gli agenti 
d’interfaccia collaborano esclusivamente con gli utenti. Questa 
collaborazione  può non richiedere un esplicito linguaggio di comunicazione 
ad agente come invece è richiesto quando si collabora con altri agenti. 
Questo tipo di agente fornisce assistenza ad un utente che sta utilizzando una 
particolare applicazione, come un foglio di calcolo elettronico o un sistema 
operativo. Tali agenti monitorano le azioni intraprese dagli utenti e 
suggeriscono in tal modo le migliori modalità per portare a termine un 
lavoro. Perciò agiscono come un assistente personale autonomo che collabora 
con l’utente nell’eseguire un certo compito in un’applicazione. 
La cooperazione con altri agenti è limitata esclusivamente alla richiesta di 
consigli e non ad eventuali negoziazioni al fine di collaborare al compimento 
di un task, come nel caso dei collaborative agents. 
Mobile agents 
Gli agenti mobili sono processi software in grado di muoversi all’interno di 
una  rete globale (WAN, wide area network, o WWW, World Wide Web), di 
interagire con altri host, di ottenere informazioni e ritornare “alla base” dopo 
aver portato a termine i loro compiti. 
Tuttavia, la mobilità non è una condizione né necessaria né sufficiente per 
essere considerati agenti. Gli agenti mobili sono agenti perché sono capaci di 





autonomia e di cooperazione, anche se in maniera differente dagli agenti 
collaborativi. Per esempio, possono cooperare e comunicare con altri agenti 
rendendo loro noti la locazione di qualche oggetto interno oppure i loro 
metodi. 
La mobilità rafforza l’autonomia dell’agente, che ad esempio potrebbe 
decidere su quale computer migrare, in base alle risorse disponibili. Inoltre 
l’agente ha un certo grado di intelligenza, sia per le decisioni che deve 
prendere, una volta spedito, sia per la capacità di memorizzare i risultati 
ottenuti su ciascun nodo visitato (capacità di mantenere ed aggiornare il suo 
stato). 
Information/Internet agents 
Gli information agents sono nati a causa della forte domanda di applicazioni 
per la gestione della crescente mole di dati presente oggi in rete. Essi hanno il 
compito di gestire, manipolare e collezionare informazioni da sorgenti 
distribuite. 
Reactive agents 
Gli agenti reattivi rappresentano una particolare categoria di agenti che non 
posseggono al loro interno modelli simbolici del loro ambiente; al contrario, 
essi agiscono in uno stile sollecitazione/risposta allo stato presente 
dell’ambiente in cui si trovano. Si tratta di agenti relativamente semplici e in 
grado di interagire con altri in maniera elementare. 
Tre sono le ipotesi principali alla base di tali agenti, secondo Maes [32]; la 
prima è la semplicità in quanto non c’è nessuna specificazione a priori del 
comportamento di un insieme di agenti reattivi. 
La seconda è la possibilità di decomporre in task un’applicazione: un agente 
reattivo è visto come una collezione di moduli ognuno operante in maniera 





autonoma e responsabile di specifici task (rilevazioni, computazioni). La 
comunicazione tra i moduli è di basso livello e ridotta al minimo. 
La terza è che tali agenti lavorano su semplici modelli dell’ambiente 
circostante che sono quelli forniti, per esempio, da sensori in contrasto con 
modelli simbolici di alto livello adottati negli altri agenti discussi in 
precedenza. 
L’elemento chiave del successo di tali agenti è proprio questo nuovo modo di 
vedere l’ambiente circostante, cioè l’ambiente viene visto “per quello che è” 
tramite una serie di sensori e attuatori. In tal modo gli agenti reattivi si 
dimostrano semplici, facili da comprendere e con costi di memorizzazione 
ridotti dato che devono “ricordare” poco. Essi non programmano nulla in 
anticipo, ma le loro azioni dipendono da quello che accade in quel momento 
[31]. 
Hybrid agents 
Sino ad ora si sono analizzati cinque tipi di agenti: collaborativi, di 
interfaccia, mobili, di Internet e reattivi. 
Poiché ciascuno di essi ha i suoi pregi e i suoi difetti, si è cercato di 
massimizzare i primi e ridurre i secondi, adattando al meglio ciascuno di essi 
ai propri scopi. 
Un modo per fare ciò è quello di adottare un approccio ibrido che cerca di 
unire i pregi sia degli agenti basati sul paradigma deliberativo, e cioè quelli 
collaborativi, di interfaccia, mobili e di internet, sia di quelli basati sul 
paradigma reattivo. Perciò, con il termine agente ibrido ci si riferisce ad 
agenti che fondono caratteristiche di due o più tipi di agenti in uno solo. 
L’ipotesi alla base di tali agenti è che spesso, in diverse applicazioni, si 
possono ottenere performance migliori combinando diverse filosofie in un 





unico agente piuttosto che affidarsi ad un unico agente che si basi su una 
singola filosofia tra quelle già viste. 
Ovviamente, i benefici derivanti dall’uso di tale tipo di agenti nascono 
dall’unione dei benefici dei diversi tipi di agenti adottati. Per esempio, si 
supponga di realizzare un agente che unisca le caratteristiche di 
collaborazione, e quindi un agente di tipo deliberativo, e di reazione; la 
componente reattiva, che potrebbe avere la precedenza sull’altra, potrebbe 
portare i seguenti benefici: robustezza, adattabilità e tempi di risposta minori. 
La componente deliberativa potrebbe occuparsi degli scopi a lungo termine, 
aumentando la flessibilità del sistema. 
Heterogeneous Agents System 
I sistemi basati su agenti eterogenei, a differenza dei sistemi ibridi descritti in 
precedenza, sono dei sistemi integrati di due o più tipi di agenti tra quelli 
delle classi appena viste. 
Mentre gli agenti ibridi combinavano filosofie diverse in un’unica struttura, 
ora vengono combinate direttamente diverse tipologie di agenti. 
Uno dei principali motivi che hanno portato allo sviluppo di tali sistemi è  
l’ampia raccolta di prodotti software, ciascuno dei quali offre una vasta 
quantità di servizi [33]. Sebbene essi lavorino in modalità stand alone, c’è 
una crescente richiesta di interoperabilità tra di essi nella speranza di ottenere 
un valore aggiunto alla loro collaborazione. Al fine di ingegnerizzare e 
standardizzare l’interoperabilità tra diversi agenti software, è nata una nuova 
branca dell’informatica, l’agent-based software engineering. 
Per quanto riguarda gli smart agents, sono agenti che godono 
contemporaneamente degli attributi di autonomia, cooperazione e 
apprendimento, ma rappresentano un’aspirazione dei ricercatori, piuttosto 
che una realtà. Un tale sistema costituisce però un modello rispetto al quale 





gli attuali prototipi e le realizzazioni commerciali debbono far riferimento e 
verso il quale dovrebbe tendere la ricerca del settore. 
 
5.2.1.2 Ambienti 
La definizione di Jennings e Wooldridge [8], secondo cui l’agente è “situato 
in un certo ambiente”, mette in evidenza l’importanza dell’ambiente: un 
agente non è un’entità isolata ma esiste in un ambiente, che percepisce 
attraverso sensori e nel quale agisce attraverso attuatori, quindi il suo 
comportamento, le sue caratteristiche e abilità sono strettamente collegate 
all’ambiente in cui è situato. 
Nella maggior parte dei domini un agente non ha completa conoscenza 
dell’ambiente e completo controllo su di esso.  
L’ambiente può evolvere dinamicamente e indipendentemente dall’agente e 
le azioni dell’agente possono fallire. In generale, sia assume che l’ambiente 
sia non-deterministico. 
Normalmente un agente avrà un repertorio di azioni disponibili detta 
effectoric capability che rappresenta la sua abilità di modificare l’ambiente in 
cui è collocato. 
Gli ambienti possono essere di diversi tipi e le distinzioni principali sono 
presentate da Russell e Norvig [12]: 
• Accessibile/inaccessibile: un ambiente è accessibile quando un 
agente può ottenere informazioni complete, accurate e aggiornate 
sullo stato dell’ambiente. È realmente accessibile se i sensori 
rilevano tutti gli aspetti che sono importanti per la scelta dell’azione. 
Più l’ambiente è accessibile, più semplice sarà costruire un agente 
che debba operarci. Ambienti più complessi (ad esempio, il mondo 
fisico, Internet) sono inaccessibili. 





• Deterministico/non deterministico: un ambiente è deterministico 
quando un’azione ha un singolo effetto garantito, non vi è incertezza 
sullo stato prodotto da una particolare azione. Se lo stato successivo 
dell’ambiente è completamente determinato dallo stato attuale e 
dalle azioni selezionate dagli agenti, allora si dice che l’ambiente è 
deterministico. Il mondo fisico può essere visto, ai fini 
computazionali attuali, come non deterministico. Gli ambienti non 
deterministici presentano maggiori difficoltà per uno sviluppatore di 
agenti. 
• Episodico/non episodico: in un ambiente  episodico l’esperienza 
dell’agente è divisa in “episodi”, ogni episodio è dato da un agente 
che percepisce e poi agisce. In tale ambiente, la prestazione di un 
agente dipende  da un numero di episodi discreti, senza alcuna 
connessione con la prestazione di un agente in scenari diversi. Gli 
ambienti episodici sono più semplici per lo sviluppatore di agenti, 
poiché l’agente può decidere quale azione eseguire basandosi solo 
sull’episodio corrente, non gli è richiesto di ragionare sulle 
interazioni tra questo e gli episodi futuri. Un esempio di ambiente 
episodico potrebbe essere un sistema di gestione della posta [34]. 
• Statico/dinamico: un ambiente è statico quando si può assumere 
che rimanga immutato, eccetto per le azioni dell’agente. Un 
ambiente è dinamico quando vi sono altri processi che operano in 
esso e quindi cambia al di fuori del controllo dell’agente. Il mondo 
fisico, ad esempio, è un ambiente altamente dinamico. 
• Discreto/continuo: un ambiente è discreto se c’è un numero fisso, 
finito di percezioni e azioni distinte e definite. Ad esempio, il gioco 
degli scacchi è discreto (c’è un numero fissato di mosse possibili ad 
ogni turno), invece guidare un taxi è continuo (la velocità e la 





posizione del taxi e degli altri veicoli varia in un intervallo di valori 
continui) [35]. 
Se un ambiente è sufficientemente complesso, come gran parte delle 
situazioni reali, deve essere trattato come non deterministico. 
In generale, la classe di ambienti più complessa è quella in cui essi risultano 
inaccessibili, non deterministici, non episodici, dinamici e continui. 
 
5.2.1.3 I Sistemi Multiagente 
I sistemi multiagente, (MAS, Multi-Agent System), sono sistemi costituiti da 
molteplici elementi computazionali, detti agenti, i quali, come si è visto nel 
paragrafo precedente, mostrano due importanti capacità: in primo luogo, sono 
capaci di azioni autonome e quindi capaci di decidere cosa fare per soddisfare 
i propri obiettivi di progetto; in secondo luogo, sono in grado di interagire 
con altri utenti, non scambiando semplicemente messaggi, ma attraverso la 
cooperazione, la coordinazione e la negoziazione. 
I due problemi principali che si presentano, a questo punto, sono quelli del 
design di un agente, ossia come costruire agenti capaci di azioni autonome e 
indipendenti per portare a termine i compiti loro richiesti, e quello del design 
di una società di agenti, ossia come costruire agenti capaci di interagire con 
gli atri avendo obiettivi differenti; la distinzione tra i due problemi viene 
indicata come distinzione micro/macro e può essere studiata seguendo due 
strade distinte: la prima, top-down, secondo cui si definiscono gli obiettivi e 
si studia la forma di interazione migliore; la seconda, bottom-up, secondo cui 
si definiscono gli agenti e le modalità di interazione, e si vede come evolve il 
sistema. 
Nel passaggio dal concetto di agente a quello di sistema multiagente 
l’attenzione si sposta dal singolo agente alla società di agenti, intesa come un 
sistema aperto ed eterogeneo in cui agenti egoisti e competitivi giocano un 





ruolo rilevante; è necessario, quindi, considerare aspetti importanti quali 
l’interazione, la coordinazione e l’organizzazione, ovvero affrontare una serie 
di problemi: come formulare, descrivere, decomporre e allocare problemi e 
sintetizzare i risultati tra un gruppo di agenti intelligenti, come rendere gli 
agenti capaci di comunicare e interagire, quale linguaggio e protocollo 
impiegare perché l’informazione scambiata arrivi con certezza e in tempo, 
come gestire l’allocazione di risorse limitate, come garantire che agenti 
egoisti, “self-interested”, raggiungano accordi e agiscano coerentemente nel 
prendere decisioni ed effettuare azioni [18]. 
Un sistema multiagente, il cui schema è mostrato in Figura 5.6, può essere 
definito nei seguenti modi: “un sistema in cui agenti intelligenti interagiscono 
per soddisfare un certo insieme di obiettivi, allo scopo di portare a termine un 
certo insieme di compiti” [4]; 
“a loosely coupled network of problem solvers that interact to solve problems 
that are beyond the individual capabilities or knowledge of each problem 
solver” [40]. 
I “problem solvers” sono chiamati agenti, sono autonomi e possono essere 
eterogenei. 






Figura 5. 6 - Schema generico di un sistema multiagente 
 
I sistemi multiagente sono un sottocampo relativamente nuovo della scienza 
informatica. 
La storia dell’informatica è stata contrassegnata da cinque tendenze che 
contribuiscono tuttora allo sviluppo e diffusione dei sistemi multiagente: 
• Ubiquità: il processo di riduzione dei costi dei componenti 
informatici ne ha reso possibile la diffusione anche in ambienti 
impensabili; 
• Interconnessione: dai primi computer, come entità isolate, si è 
passati a quelli interconnessi in sistemi distribuiti; Internet è 
l’esempio più evidente; 
• Intelligenza: la complessità dei compiti, che è possibile delegare ai 
computer, cresce costantemente; 
• Delega: implica che l’uomo lasci il controllo al computer, è il caso, 
ad esempio, di un pilota automatico di un aereo; 





• Human-orientation: sempre più, col passare del tempo, ci si riferisce 
alle macchine in termini di concetti e metafore simili al modo in cui 
l’uomo percepisce il mondo [16]. 
 
Le principali caratteristiche di un sistema multiagente sono [18]: 
• ogni agente ha informazioni o capacità incomplete, quindi ha un 
punto di vista limitato dell’ambiente; 
• il sistema di controllo è distribuito; 
• i dati (sistema di elaborazione) sono decentralizzati; 
• l’interazione è asincrona, dinamica e ad alto livello. 
Dire che il sistema di controllo è distribuito (decentralizzato), significa che 
non esiste un processo centrale che raccoglie le informazioni da ogni agente e 
poi decide quale azione dovrebbe compiere ogni agente; è l’agente stesso che 
decide. Questo processo di decisione distribuito, in un MAS, porta ad una 
computazione asincrona. Ovviamente, in questi casi è necessario realizzare 
un buon meccanismo di coordinazione, il quale assicuri che le decisioni di 
ogni singolo agente diano un risultato soddisfacente per l’intero sistema e in 
accordo con gli obiettivi globali da portare a termine. 
Le ragioni alla base del crescente interesse per i MAS riguardano i vantaggi e 
l’abilità che essi presentano: 
• Permettono di risolvere problemi per i quali le informazioni, 
l’esperienza e il controllo sono distribuiti, come nel caso delle reti 
di sensori, il monitoraggio sismico e la raccolta di informazioni da 
Internet, il “concurrent engineering”, la sanità e le attività 
industriali; 
• Migliorano le performance nel senso di (1) efficienza 
computazionale, cioè gli agenti possono operare in parallelo e in 
maniera asincrona e con elevata velocità; (2) affidabilità e 





robustezza, poiché il guasto di uno o più agenti non rende 
necessariamente l’intero sistema inutilizzabile essendoci sempre 
altri agenti disponibili a prendere il posto di quelli guasti (oppure: 
essendo ogni agente autonomo, non vengono provocati danni 
all’intero sistema se uno di essi presenta qualche 
malfunzionamento); (3) estendibilità e flessibilità, poiché il 
numero e le capacità degli agenti possono cambiare e adattarsi al 
problema attuale; (4) manutenibilità e responsiveness, poiché per 
un sistema costituito da più componenti (agenti) risulta più 
semplice la manutenzione grazie alla sua modularità e quest’ultima 
fa sì che eventuali anomalie siano trattate localmente, evitando che 
si propaghino all’intero sistema; (5) riusabilità, essendo possibile 
riconfigurare e riutilizzare agenti in differenti ambiti di 
applicazione, infatti non si creano legami fissi tra gli agenti quindi 
è possibile sostituirli senza modificare l’intero sistema [41]; 
• Permettono di risolvere problemi troppo grandi per un singolo 
agente; 
• Permettono l’interconnessione di sistemi esistenti. 
 
 
5.2.2 I vantaggi dell’ABMS 
 
L’utilizzo della modellazione basata sugli agenti si è rivelata alquanto utile 
nello studio e nell’analisi di fenomeni molto complessi soprattutto in termini 
di interdipendenze fra gli elementi che costituiscono il sistema. In campi 
come le scienze sociali, l’economia, le comunità biologiche etc. è riuscita a 
spiegare le cause di molti fenomeni dei quali non era stato ancora concepito il 
meccanismo. 





I vantaggi della simulazione basata sulla modellazione ad agenti rispetto alle 
tradizionali tecniche di modellazione possono essere riassunti in tre punti: 
1. identificano i fenomeni emergenti; 
2. permettono una naturale descrizione del sistema; 
3. sono estremamente flessibili. 
 
5.2.2.1 Fenomeni emergenti 
Un comportamento emergente o proprietà emergente può comparire quando 
un numero di entità semplici operano in un ambiente, dando origine a 
comportamenti più complessi in quanto collettività. La proprietà stessa non è 
predicibile, non ha precedenti e rappresenta un nuovo livello di evoluzione 
del sistema. I comportamenti complessi non sono proprietà delle singole 
entità e non possono essere facilmente riconosciuti o dedotti dal 
comportamento di entità del livello più basso; la forma e il comportamento di 
uno stormo di uccelli o di un branco di pesci sono buoni esempi. 
Una delle ragioni per cui si verifica un comportamento emergente è che il 
numero di interazioni tra le componenti di un sistema aumenta 
combinatoriamente con il numero delle componenti, consentendo il 
potenziale emergere di nuovi e più impercettibili tipi di comportamento. 
D’altro canto, non è di per sé sufficiente un gran numero di interazioni per 
determinare un comportamento emergente, perché molte interazioni 
potrebbero essere irrilevanti, oppure annullarsi a vicenda. In alcuni casi, un 
gran numero di interazioni può in effetti contrastare l’emergenza di 
comportamenti interessanti, creando un forte “rumore di fondo” che può 
mascherare ogni segnale di emergenza. 
È nella natura dell’ABMS sviluppare approcci canonici per la simulazione di 
fenomeni emergenti; infatti i modelli vengono costruiti partendo dalle unità 





elementari (agenti) e dalle relazioni che le legano fra di loro e all’ambiente: 
l’emergenza viene poi rilevata e studiata durante le fasi della simulazione. 
Rispetto alle tecniche tradizionali è conveniente utilizzare l’ABMS nel caso 
di fenomeni emergenti perché questi presentano comportamenti individuali 
non lineari e caratterizzati da valori di soglia o condizioni “if then” che sono 
difficili da rappresentare attraverso le equazioni differenziali; inoltre si 
possono individuare comportamenti che manifestano memoria, isteresi, 
comportamenti non markoviani, correlazioni temporali nonché 
apprendimento e adattamento; le interazioni fra gli agenti sono eterogenee e 
possono generare dei “network effect” 11  anche questi molto difficili da 
rappresentare attraverso equazioni. 
 
5.2.2.2 Rappresentazione del sistema 
L’ABMS fornisce un metodo immediato e naturale per la rappresentazione di 
un sistema formato da entità autonome, mentre con le altre tecniche c’è il 
tentativo di descrivere un sistema nel suo complesso: un ingorgo del traffico, 
il mercato azionario, le preferenze degli elettori o le operazioni di un’azienda, 
con l’ABMS, il fenomeno da studiare, viene riprodotto attraverso i suoi 
elementi costituenti. 
Per esempio, è più naturale descrivere come si muovono i clienti in un 
supermercato, piuttosto che trovare le equazioni che governano la dinamica 
della densità di questi acquirenti; l’approccio ABMS consentirà così, lo 
studio, sia delle proprietà aggregate sia delle singole peculiarità; oltretutto le 
densità derivate tramite le equazioni provengono comunque dal 
comportamento degli acquirenti. 
                                                           
11
 Network effect o effetto di rete, viene chiamata appunto: esternalità di rete; essa si presenta in ogni mercato 
in cui il numero di utilizzatori totali di un bene è un attributo rilevante per determinare l’utilità del bene stesso. 





Attraverso l’ABMS è possibile sfruttare appieno il potenziale dei dati che una 
società può avere circa i suoi clienti; tornando all’esempio del supermercato, 
conoscendo le preferenze di acquisto dei singoli clienti, ottenute 
memorizzando i carrelli della spesa, consente di ricreare degli agenti con le 
stesse preferenze dei clienti per poter simulare l’andamento degli acquisti. 
La capacità di descrivere naturalmente un fenomeno è data dalla maggiore 
facilità di abbinare le attività svolte normalmente al concetto astratto di 
processo. Quando l’analista verifica il modello o intervista gli attori reali del 
processo da simulare, questi si ritroveranno più facilmente a mappare le 
attività che svolgono normalmente piuttosto che definire dei processi astratti, 
consentendo una messa a punto più accurata del modello stesso. Ad esempio 
la Figura 5.7 indica un modo di rappresentare i diversi processi di business 
rispetto alle attività che l’agente svolgerà.  
Questi diagrammi sequenziali che sintetizzano il comportamento dell’agente 
a fronte delle varie situazioni sono molto intuitivi e possono essere verificati 
direttamente con gli attori reali, al contrario delle equazioni differenziali. 
Altro elemento importante relativo alla naturalità dell’ABM è dato 
dall’applicazione di calcoli stocastici direttamente inserendo dell’agente 
generazioni randomiche dei valori dei vari parametri. 
 






Figura 5. 7 - Relazione tra attività dell’Agente e processi di business 
 
5.2.2.3 Flessibilità 
La flessibilità è certamente data dalla capacità endemica dell’ABMS di avere 
un numero non limitato di agenti che possono essere attivati e/o inseriti 
dinamicamente nel sistema sulla base delle necessità, consentendo di 
verificare se il livello di approssimazione del mondo reale si avvicina o meno 
alle attese, in un tempo minore rispetto ai modelli tradizionali. 
La flessibilità dell’approccio ABMS è osservabile in più direzioni, come già 
detto, è semplice variare il numero di agenti che popolano un modello. Sono 
inoltre previsti appropriati meccanismi per adattare la complessità di un 
agente attraverso il suo comportamento alterando magari il grado di 
razionalità, la capacità di apprendimento o le regole di interazione con gli 
altri. Un altro grado di flessibilità riguarda anche la predisposizione a 
modificare il livello di descrizione e aggregazione; infatti possono coesistere 
nello stesso modello agenti aggregati, sottogruppi di agenti e singoli agenti 
con differenti gerarchie di descrizione. 





5.2.3 Aree di Applicazione 
 
Il ricorso alla modellazione basata sugli agenti al posto delle tecniche 
classiche è risultato estremamente utile per problemi per i quali non è 
possibile conseguire una spiegazione fondata su equazioni o quando esiste un 
modello matematico del sistema ma le equazioni con cui è descritto non sono 
completamente individuate. In generale però si rivela utile ricorrere alla 
ABMS anche quando il fenomeno da studiare può essere completamente 
descritto da equazioni risolvibili numericamente; in questo caso gli agenti 
possono essere usati come metodo alternativo per arrivare agli stessi risultati 
o come strumento per presentarli in modo più facilmente comprensibile 
rispetto a quelli di un modello matematico. 
L’approccio ABMS trova una naturale e vantaggiosa applicazione in molte 
aree, si va dai mercati finanziari, alla ottimizzazione delle supply chain, alla 
previsione della diffusione di epidemie, alla gestione delle emergenze fino al 
mondo militare. 
La struttura delle applicazioni parte da dei piccoli ed elementari modelli 
minimalisti fino a vasti sistemi di supporto alle decisioni. I modelli 
minimalisti sono basati su delle assunzioni, progettati per catturare solo le 
caratteristiche salienti di un sistema; sono piccoli laboratori dove è possibile 
testare la rappresentazione di svariati modelli applicando varie serie di 
assunzioni. I sistemi di supporto alle decisioni tendono ad essere applicazioni 
progettate su larga scala realizzate con lo scopo di risolvere o semplificare 
una serie di problemi reali. Vengono mantenuti con dati reali e devono 
superare tutta una serie di test di validazione per conferire credibilità ai loro 
risultati. 
In generale è possibile utilizzare l’ABMS negli scenari in cui: 





 La rappresentazione attraverso entità con le caratteristiche di agente è 
naturale ed immediata; 
 Sono presenti comportamenti e decisioni; 
 Il comportamento delle entità presenta dinamismo; 
 Occorre focalizzare l’attenzione sull’interazione tra le varie entità 
piuttosto che sul sistema nella sua generalità; 
 Il passato non è in grado di dare indizi e contributi significativi per la 
predizione del futuro; 
 Il sistema presenta un grado di complessità troppo elevato a livello di 
interdipendenze tra le parti che lo compongono e dal punto di vista di 
modellazione top-down delle singole parti. 
 
 
5.2.4 Sviluppo di un ABMS 
 
In generale un modello basato su agenti è realizzato allo stesso modo di ogni 
altro modello. Prima di tutto devono essere individuati gli obiettivi, cioè gli 
interrogativi cui il modello deve rispondere; in seguito è necessario 
analizzare sistematicamente il sistema sotto studio, identificando le parti 
costitutive, le relazioni che intercorrono tra queste, le origini dei dati, cioè 
tutto quello che caratterizza il sistema. In seguito va sviluppato e di pari 
passo verificato effettuando una serie di test sistematici, variando i parametri 
e le assunzioni; infine va analizzata la validità e la robustezza del modello 
generato utilizzando appositi collaudi. 
L’ABMS si differenzia dai metodi tradizionali soprattutto perché considera 
come prospettiva principale quella dell’agente, in contrasto con l’approccio 
impostato sulla prospettiva basata sul processo, classico dei tradizionali 
metodi di simulazione. In più rispetto ai metodi standard occorre: 





1. Identificare gli agenti e individuare una teoria che descriva il loro 
comportamento; 
2. Identificare le relazioni che intercorrono tra gli agenti e esprimere i 
protocolli che gestiscono le interazioni; 
3. Individuare le informazioni essenziali perché l’agente possa perseguire 
il proprio obiettivo; 
4. Convalidare il comportamento dell’agente rispetto all’ambiente in cui 
opera; 
5. Analizzare il funzionamento del modello sia dal punto di vista 
dell’agente (livello micro) sia dal punto di vista del sistema (livello 
macro). 
 
5.2.4.1 Metodologie di sviluppo 
L’avvento del paradigma ad agenti ha radicalmente mutato il tradizionale 
metodo di evoluzione delle tecnologie informatiche. Da un lato le 
metodologie di analisi e progettazione (l’ingegneria del software orientata 
agli agenti) astraendo dai livelli alti hanno avuto uno sviluppo top-down, 
dall’altro lato i linguaggi e gli strumenti di sviluppo per sistemi multi agente 
hanno subito un’evoluzione originata dai linguaggi di programmazione già 
esistenti (principalmente object-oriented), conducendo ad una evoluzione 
bottom-up. Unitamente alla mancanza di un insieme di astrazioni 
globalmente accettato in entrambi gli ambiti di ricerca, questa evoluzione può 
portare verso inconsistenze tra il progetto e l’implementazione del sistema 
finale; infatti i concetti e le astrazioni utilizzati nelle fasi di analisi e 
progettazione possono risultare diversi da quelli utilizzati per realizzare il 
sistema. Così, se da un lato la progettazione agent-based offre un elevato 
livello di astrazione, tale da poter affrontare tematiche complesse come 
rappresentazione della conoscenza, ragionamento automatico, 
comunicazione, cooperazione tra entità autonome ed eterogenee, dall’altro 





lato gli strumenti di sviluppo, che nella maggior parte dei casi sono ancora 
allo stadio di prototipi, sviluppati dalle università e dai centri di ricerca, non 
sono ancora in grado di supportare nativamente queste astrazioni, che 
vengono perciò “costruite” mediante l’ausilio di linguaggi object-oriented. In 
questa situazione due considerazioni meritano particolare attenzione: 
1. Occorre individuare quali astrazioni siano realmente efficaci per 
modellare sia gli agenti sia l’ambiente in cui questi operano; 
2. Come integrare tali astrazioni in una appropriata metodologia che sia 
in grado di supportare i progettisti durante tutto il ciclo di vita del 
software. 
Purtroppo questi quesiti rimangono ancora parzialmente irrisolti in quanto 
per l’ABMS non sono ancora stati messi a punto una collezione standard, ben 
rodata, di formalismi o procedure per la progettazione e l’implementazione 
dei modelli. 
 
5.2.4.2 Ingegneria del software orientata agli agenti 
I sistemi multiagente necessitano per la loro implementazione di precise 
metodologie per lo sviluppo dei sistemi software ad elevata complessità. 
L’ingegneria del software orientata agli agenti (AOSE acronimo di Agent-
Oriented Software Engineering) è nata in risposta a queste esigenze in modo 
da rendere disponibili degli approcci originali e innovativi per la produzione 
degli ABMS. 
La prima astrazione chiave nell’AOSE è l’agente visto come un’entità 
software con le seguenti caratteristiche fondamentali: 
 Autonomia: un agente ha un suo proprio flusso di attività interne e 
mostra un comportamento autonomo nel soddisfacimento dei suoi 
obiettivi; 





 Collocazione: un agente esegue le sue attività in un particolare 
ambiente e può avere la capacità di percepire e modificare la porzione 
di ambiente che lo circonda; 
 Socialità: un agente vive e interagisce con un ambiente popolato da 
altri agenti, appartenendo quindi a un sistema multiagente il cui 
comportamento globale deriva dalle interazioni tra gli agenti che 
costituiscono il sistema stesso. 
La caratteristica della socialità mette in luce che un sistema multiagente non 
può essere semplicemente ricondotto alla mera somma di entità interagenti. 
Pertanto la modellazione richiede esplicitamente di porre attenzione 
all’ambiente e alle relazioni fra agli agenti che lo popolano. La modellazione 
dell’ambiente implica l’identificazione delle caratteristiche che lo 
contraddistinguono e delle risorse che sono presenti e dal modo in cui gli 
agenti possono interagire con esse. La modellazione della socialità implica 
l’identificazione di tutte le regole sociali necessarie a guidare l’evoluzione 
del sistema multiagente e dei vari ruoli che gli agenti possono rappresentare. 
Queste considerazioni mettono in luce che le astrazioni di base dell’AOSE 
differiscono profondamente da quelle proposte dai tradizionali approcci 
dell’ingegneria del software orientata agli oggetti. Le differenze tra i due 
approcci sono numerose ed è possibile riscontrare l’inadeguatezza 
dell’approccio object-oriented nella modellazione di sistemi, caratterizzati da 
autonomia ed evoluzione delle entità nonché impredicibilità degli ambienti e 
dei contesti. In particolare, nelle tradizionali applicazioni object-oriented gli 
oggetti sono entità passive che rispondono solo a stimoli esterni, l’ambiente 
non viene esplicitamente modellato, mentre con l’AOSE vanno considerati 
gli agenti, l’ambiente e le interazioni come entità di prima classe nella 
modellazione del sistema. 





Le metodologie AOSE favoriscono un approccio per analizzare, progettare e 
sviluppare i sistemi multiagente, usando metafore e tecniche specifiche. 
Queste metodologie tipicamente identificano le astrazioni di base che saranno 
utilizzate nello sviluppo (in genere agenti, ruoli, risorse, strutture della 
organizzazione) avvalendosi di un metamodello 12 , come strumento per 
studiare le metodologie e poterle confrontare tra loro. Tali astrazioni sono in 
genere organizzate e suddivise in fasi, in modo da fornire linee guida su come 
procedere nell’analisi, nella progettazione e nello sviluppo specificando con 
chiarezza i risultati attesi da ogni fase. 
Tra le più note metodologie per lo sviluppo dei sistemi software ad agenti in 
letteratura è possibile ritrovare: 
 Gaia: metodologia general-purpose che mira a guidare il progettista 
nello sviluppo di un sistema multiagente attraverso l’identificazione di 
una sequenza di modelli organizzativi e delle relazioni che sussistono 
tra essi; 
 Tropos: è una metodologia fortemente orientata all’analisi dei requisiti 
del sistema, basata sui concetti di attori, dipendenze tra attori e 
dipendenze dalle risorse; 
 PASSI (Process for Agent Societies Specification and 
Implementation): è una metodologia che mira a guidare passo passo il 
progettista dall’analisi dei requisiti sino all’implementazione, 
integrando modelli e filosofie di progettazione appartenenti sia al 
mondo object-oriented sia a quello agent-oriented; come linguaggio di 
modellazione utilizza una versione estesa di UML13; 
                                                           
12
 In informatica e nelle discipline collegate, un metamodello è la costruzione di una collezione di “concetti” 
(cose, termini, etc.) entro un determinato dominio. Un modello è una astrazione dei fenomeni nel mondo reale, 
un metamodello è un ulteriore livello di astrazione che mette in evidenza le proprietà del modello stesso. Un 
modello è conforme al suo metamodello nel modo in cui un programma per elaboratore è conforme alla 
grammatica del linguaggio di programmazione in cui è scritto. 
13
 UML (Unified Modeling Language, “linguaggio di modellazione unificato”) è un linguaggio di modellazione 
e specifica basato sul paradigma object-oriented. Il nucleo del linguaggio fu definito nel 1996 da Grady Booch, 





 SODA: (Societies in Open and Distributed Agent spaces) è una 
metodologia per l’analisi e la progettazione di sistemi ad agenti che si 
concentra sugli aspetti interagenti: in particolare, SODA si focalizza 
sulla modellazione delle società di agenti e sulla descrizione e 
percezione dell’ambiente che circonda il sistema. 
La chiave per la progettazione di un efficace modello è identificare 
accuratamente gli agenti, specificare il loro comportamento e le interazioni e 
rappresentare il tutto secondo uno schema adeguato. 
Gli agenti sono i decisori di un sistema; tradizionalmente si può intendere 
come decisore un manager come, un po’ più insolitamente, dei DSS 
(Decision Support System) ospitati su potenti elaboratori e sia gli uni che gli 
altri possiedono i propri comportamenti. Per identificare questo 
comportamento è necessario definire una teoria che identifichi la condotta 
dell’agente; è possibile partire da un modello in cui l’agente tenta di 
ottimizzare qualcosa utilizzando un euristica oppure, se disponibile, è 
possibile applicare al comportamento dell’agente una ben definita teoria. 
Esistono anche tecniche molto valide come la Knowledge engineering14 o la 
Participatory simulation15. 
 
5.2.4.3 Strumenti di sviluppo 
Se da una parte l’ingegneria del software orientata agli oggetti non è risultata 
adatta alla progettazione di applicazioni ABMS, favorendo l’elaborazione 
dell’ingegneria del software orientata agli agenti, il paradigma della 
                                                                                                                                                                  
Jim Rumbaugh e Ivar Jacobson (detti “i tre amigos”) sotto l'egida dello OMG (Object Management Group), che 
tuttora gestisce lo standard di UML. 
14
 Knowledge Engineering è una disciplina che cerca di integrare la conoscenza nei sistemi informatici al fine 
di risolvere problemi complessi che richiedono di norma un elevato livello di esperienza umana. 
15
 Participatory simulation è una metodologia che creando sinergie fra soggetti umani e agenti intelligenti 
artificiali da supporto a processi formativi e decisionali. 





programmazione ad oggetti si è invece adattato a divenire uno strumento di 
sviluppo di sistemi multiagente. Infatti molti toolkit per la produzione di 
applicazioni ABMS, che forniscono funzionalità di base per gli agenti, sono 
fondati sul paradigma della programmazione orientata agli oggetti, 
utilizzando linguaggi come Java o C++. 
Un agente può essere considerato come un “oggetto” con l’abilità di scegliere 
autonomamente le azioni da effettuare in base alla situazione in cui si trova. 
La programmazione object oriented è abbastanza adatta allo sviluppo di 
sistemi multiagente perché è possibile sfruttare le classi, cioè degli schemi 
per la creazione degli agenti e i metodi per definirne i comportamenti. 
Grazie alla ricerca pubblica e ai numerosi investimenti oggi sono disponibili 
vari ambienti di sviluppo ABMS gratuiti; probabilmente il primo fra tutti è 
stato Swarm nato nel 1994, presso il Santa Fe Institute (New Mexico, 
U.S.A.), con l’obiettivo di creare un insieme di programmi e librerie standard 
da usare per simulare ed analizzare sistemi complessi nell’ambito delle 
scienze naturali e sociali. È stato poi seguito da numerosi concorrenti come 
Netlogo nato nel 1999 dall’unione di StarLisp e Logo, Mason e Repast. 
Esistono anche toolkit proprietari come AnyLogic. 
 
 
5.3 Modelli per la simulazione 
 
Lo sviluppo di tecnologie a supporto della realizzazione di modelli di 
evacuazione ha origine negli anni settanta [50], quando apparve per la prima 
volta in letteratura un modello di evacuazione di un aereo, GPSS nel 1970. 
Mentre l’applicazione di questi modelli al settore aeronautico non ebbe il 
successo sperato e rimase ferma per circa 20 anni, l’industria edilizia iniziò a 





breve a manifestare un certo interesse nei confronti della realizzazione di 
modelli per l’evacuazione. Questo interesse è stato in parte trainato dal 
desiderio di ingegneri e architetti di implementare nuovi criteri di 
progettazione. Poiché i loro progetti sfidavano i tradizionali limiti di 
dimensioni e utilizzo dello spazio circostante si rivelò necessario operare 
delle modifiche anche sulla regolamentazione tradizionale relativa agli 
edifici. 
Sempre più spesso, ingegneri e funzionari si ritrovarono a faccia a faccia con 
il problema di dimostrare che i nuovi concetti in materia di costruzioni 
fossero comunque sicuri e che gli occupanti sarebbero stati in grado di 
evacuare correttamente e in sicurezza nel caso in cui si fossero verificate 
delle emergenze. In questo modo la ricerca orientata alla quantificazione e 
alla modellazione del movimento del comportamento umano ha subito una 
forte spinta negli ultimi trent’anni. 
 
 
5.3.1 Metodologie di modellazione 
 
Per poter stimare la possibile evoluzione di un sistema in presenza di un 
incendio è necessario costruire un modello del sistema che ha lo scopo di: 
 Mostrare l’influenza di ciascuna soluzione progettuale adottata; 
 Determinare l’esistenza e l’estensione di zone pericolose all’interno 
della struttura; 
 Valutare i possibili danni alle persone; 
 Valutare i tempi di esodo delle persone dalla struttura considerata. 
Ci sono diverse classificazioni dei modelli utilizzati per rappresentare 
l’evacuazione. Innanzitutto, in letteratura, per modellare il processo di 





evacuazione da strutture quali edifici, stazioni ferroviarie e imbarcazioni, 
esistono due diversi approcci, corrispondenti a due grandi classi di modelli: 
 modelli macroscopici; 
 modelli microscopici. 
Nei modelli macroscopici non vengono considerate le differenze tra i singoli 
individui né viene fatta una distinzione tra i comportamenti seguiti dalle 
singole entità. 
Le persone sono considerate come un unico flusso di particelle soggette a 
determinate leggi fisiche e pertanto vengono trattate come un unico gruppo 
omogeneo dove sono considerate solo le caratteristiche comuni. In 
particolare, la maggior parte dei modelli che adottano tale approccio, noti 
come modelli flow-based, rappresentano lo scenario di emergenza attraverso 
una rete, i cui nodi corrispondono a determinate aree dell’ambiente 
considerato, e rappresentano le persone come un unico flusso capace di 
attraversare la rete seguendo determinate leggi. Studi recenti, tuttavia, hanno 
rilevato che l’analogia della folla con le particelle e i fluidi non è pienamente 
accettabile. Come notato da Still [52] le leggi sulla dinamica della folla 
devono includere il fatto che le persone non seguono le leggi della fisica; esse 
fanno una scelta nella loro direzione, non conservano la velocità e possono 
fermarsi e ripartire secondo la loro volontà. L’analogia con i fluidi 
contraddice anche alcuni comportamenti osservati, come la presenza di flussi 
multi - direzionali, la distribuzione non omogenea delle persone e il 
comportamento del gruppo. Per esempio, nell’evacuazione da una stanza con 
due uscite, può capitare che una sia affollata mentre l’altra sia non 
completamente utilizzata [53]. L’analogia con i fluidi, invece, suggerirebbe 
che entrambe le uscite siano utilizzate efficientemente. 
Nei modelli microscopici, invece, le persone vengono modellate 
singolarmente, e ad ognuna di esse possono essere assegnate determinate 





proprietà e regole di comportamento. Una persona può trovarsi in 
determinate situazioni in funzione del percorso scelto e del tempo che 
trascorre in ogni posizione. La scelta del percorso verso l’uscita avviene 
passo passo. Il percorso scelto può essere modificato in ogni momento in 
funzione di vari parametri, come, ad esempio, un blocco dovuto ad un 
incendio o una congestione di persone. Ogni individuo, inoltre, ha una serie 
di attributi personali che lo caratterizzano, quali, ad esempio, la sua velocità, 
il tempo di reazione, l’abilità fisica, le capacità cognitive, etc. Questi attributi 
vengono utilizzati per determinare il comportamento dei singoli individui 
nella condizione di emergenza e le varie interazioni tra di essi. Poiché si 
considerano gli individui singolarmente, ed il tempo di evacuazione può 
essere fortemente influenzato dalla tipologia di persone che si trovano nella 
condizione di emergenza e dalle interazioni che possono occorrere tra di esse, 
i modelli che utilizzano questo tipo di approccio sono basati sulle 
simulazioni. 
Attualmente i modelli microscopici più utilizzati sono i cellular-automata e i 
modelli basati su agenti. L’elemento fondamentale che distingue i cellular-
automata dai modelli basati su agenti è legato alla modellazione del 
comportamento delle persone.  
Nei cellular-automata le azioni degli individui sono basate su conoscenza 
predefinita, ovvero sono stabilite da regole che ne modellano il 
comportamento in funzione delle condizioni locali in cui l’individuo si trova.  
I cellular-automata si caratterizzano per la loro modellazione dei diversi 
movimenti degli individui come risposte comportamentali al variare di certe 
condizioni locali. Un cellular-automata è definito come una griglia n-
dimensionale regolare divisa in elementi discreti chiamati celle o posizioni e 
con una evoluzione nel tempo discretizzata. Con i cellular-automata, lo 
spazio dell’area di evacuazione è diviso in celle accessibili e celle non 
accessibili, ognuna delle quali con una dimensione uguale e fissata. Lo stato 





di ogni cella è rappresentato da una serie di valori possibili e ha un 
comportamento dinamico. Questo stato è aggiornato simultaneamente per 
tutte le celle, in funzione dello stato delle celle vicine, nel precedente 
intervallo, e in accordo a specifiche regole locali. L’insieme delle regole 
locali è definito per controllare il movimento delle persone, o la transizione 
di stato di ogni cella. Poiché sono richieste solo regole che governano le 
relazioni tra celle vicine, l’uso dei cellular-automata risulta essere efficace 
per simulare fenomeni fisici in cui le relazioni sull’intero dominio 
considerato non sono note a priori. Uno dei problemi principali nell’utilizzo 
di modelli di questo tipo, è legato alla difficoltà di impostare le norme che 
regolano gli spazi associati agli individui. Tali norme, che in situazioni 
normali possono essere individuate più o meno dettagliatamente, tendono a 
essere difficilmente determinabili in situazioni di emergenza. Per questo 
motivo, l’output che deriva da questi modelli tende ad essere fortemente 
influenzato dalle capacità dell’utente. In molti casi, inoltre, per capire l’inizio 
e la velocità del moto di un individuo, bisogna prima comprendere il pattern 
di movimento del proprio gruppo. Per fare ciò, è necessario considerare i 
rapporti sociali tra i vari individui e le varie capacità di comunicazione. In 
altri termini, per una simulazione realistica del processo di evacuazione, non 
si può non tener conto dei vari legami esistenti tra le singole persone. 
Per tale motivo molto spesso si ricorre a modelli basati su agenti in cui, 
invece, il comportamento di ciascuna persona è determinato, oltre che dalla 
conoscenza predefinita, anche dalla particolare esperienza personale e dalla 
comunicazione con le altre persone. Da questo punto di vista, i modelli basati 
su agenti permettono una più efficace rappresentazione di scenari di 
emergenza in cui risulta difficile codificare a priori (utilizzando regole locali) 
il comportamento delle singole individualità. 
La modellazione basata su agenti rappresenta una potente tecnica di 
modellazione per simulare l’interazione tra individui in un sistema dinamico, 





e si caratterizza per la sua capacità di simulare situazioni in cui il futuro è 
impredicibile [54]. L’elemento caratterizzante dei modelli basati su agenti è 
la loro capacità di rappresentare esplicitamente i singoli individui, il loro 
comportamento e l’interazione tra di essi.  
Nei modelli basati su agenti, l’evacuazione viene simulata attraverso un 
sistema multi-agente. Le singole persone vengono modellate con degli agenti 
che ricevono delle percezioni dal mondo esterno, comunicano tra di loro e 
agiscono, in funzione delle proprie conoscenze, seguendo un particolare 
comportamento. L’ambiente viene modellato per rappresentare gli elementi 
considerati di interesse per l’analisi del fenomeno. Si viene quindi a creare un 
micro-mondo artificiale, in cui è possibile modificare le caratteristiche 
ambientali o il comportamento degli agenti ed eseguire una serie di 
esperimenti. Una qualità importante della modellazione multi-agente è la sua 
capacita di integrazione e la sua flessibilità. È infatti possibile integrare, 
all’interno dello stesso modello, parametri quantitativi e parametri qualitativi 
che rappresentano il comportamento degli agenti. Inoltre, poiché ogni 
individuo è differente dagli altri, è sempre possibile aggiungere nuovi agenti 
con il proprio modello di comportamento, che vanno ad interagire con gli 
agenti esistenti. 
L’elemento fondamentale che distingue i sistemi multi-agente dai cellular–
automata è legato alla modellazione del comportamento degli individui. Nei 
cellular-automata, le azioni degli individui sono basate completamente su 
conoscenza predefinita, ovvero sono stabilite da regole pre-codificate. 
Nei sistemi multi-agente, invece, la azioni di ogni agente dipendono, oltre 
che dalla conoscenza predefinita, anche dalle interazioni con il contesto 
specifico. In generale, si può affermare che nei cellular-automata gli individui 
rappresentati mancano della autonomia che, invece, caratterizza la 
definizione stessa di agente. Nell’ipotesi in cui sia possibile definire con 





precisione le cosiddette leggi dell’universo, i modelli basati sui cellular-
automata possono essere considerati potenzialmente simili ai modelli basati 
su agenti. Tuttavia, nella rappresentazione di un ambiente in cui il 
comportamento delle varie individualità non può essere codificato a priori, i 
sistemi multi-agente hanno potenzialmente un campo di applicazione 
maggiore. 
Ancora, in linea generale, i modelli impiegati per simulare l’evacuazione 
possono essere raggruppati essenzialmente in due categorie:  
 Quelli che tengono in considerazione solo il movimento dei 
passeggeri; 
 Quelli che considerano contemporaneamente i movimenti dei 
passeggeri e i loro comportamenti. 
Alla prima categoria appartengono quei modelli che si basano principalmente 
sulla capacità della struttura e dei suoi componenti di facilitare lo 
spostamento degli utenti. Questo tipo di modello, con riferimento anche al 
determinismo ambientale, è spesso indicato con il nome di “ball-bearing”; gli 
individui cioè sono trattati come oggetti non pensanti che rispondono in 
maniera automatica agli stimoli esterni. In questo modello, si assume che le 
persone inizino immediatamente ad evacuare un determinato ambiente al 
sopraggiungere del pericolo lasciando incompiuta qualunque attività stessero 
svolgendo. Inoltre la direzione e la velocità di uscita è definita da 
considerazioni soltanto di natura fisica (densità della popolazione, capacità 
dell’uscita). Un esempio può essere costituito da un caso specifico in cui la 
popolazione di un certo ambiente dimentica la propria individualità e si 
comporta in maniera “aggregativa” scegliendo in massa la via di fuga. 
Alla seconda categoria appartengono, invece, quei modelli che prendono in 
considerazione non solo caratteristiche fisiche ma trattano l’individuo come 
un agente attivo, in grado di reagire a stimoli esterni e ai pericoli in maniera 





individuale e personale, reagendo ad esempio al sopraggiungere di un 
incendio dopo un personale tempo di reazione, o scegliendo una determinata 
uscita di sicurezza. Un esempio di questo tipo di modello è EXODUS. 
Il modello realizzato in questo lavoro, come sarà illustrato in seguito, 
appartiene alla seconda categoria. Il modello, infatti, considera che ogni 
gruppo di occupanti abbia un particolare comportamento in reazione agli 
stimoli, estrinsecato attraverso una serie di parametri caratteristici che lo 
portano a muoversi ad una certa velocità a scegliere l’uscita ritenuta 
opportuna e a farlo indipendentemente dalle scelte dagli altri gruppi. 
Attualmente è disponibile un’ampia varietà di differenti metodologie di 
modellizzazione per poter rappresentare queste differenti categorie di modelli 
di evacuazione. 
Questi modelli sono classificati in differenti categorie in base alle 
metodologie di base usate per rappresentarli: 
 natura del modello; 
 rappresentazione dell’ambiente di riferimento; 
 prospettiva della popolazione; 
 prospettiva del comportamento degli individui. 
Ciascuno di questi aspetti sarà brevemente discusso nel seguito del paragrafo. 
 
5.3.1.1 Natura del modello 
In termini generali, i modelli che simulano le evacuazioni affrontano questo 
problema in tre differenti modi: 
 ottimizzazione; 
 simulazione; 
 valutazione del rischio. 





I principi di fondo di ciascuno di questi approcci influenzano le 
caratteristiche di ciascun modello. 
Numerosi modelli assumono che gli occupanti evacuino nella maniera più 
efficiente possibile l’edificio, ignorando le attività secondarie e quelle non 
strettamente legate all’evacuazione. Le vie di fuga scelte durante 
l’evacuazione sono considerate ottimali, così come le caratteristiche del 
flusso di persone e le uscite. A questi aspetti tendono i modelli che tengono 
conto di un gran numero di persone e che trattano gli occupanti come un 
insieme omogeneo, quindi senza dare peso al comportamento specifico del 
singolo. Questo genere di modello è detto di Ottimizzazione. 
In alternativa, i progettisti potrebbero tentare di rappresentare il 
comportamento e il movimento delle persone oggetto di studio, non solo per 
raggiungere specifici risultati, ma anche per rappresentare realisticamente i 
percorsi e le decisioni prese durante una evacuazione. Questi modelli sono 
detti di Simulazione. L’artificiosità del comportamento impiegata da questi 
modelli varia notevolmente, come l’esattezza dei risultati ottenuti. Questi 
modelli potrebbero essere usati per prevedere e/o ricostruire scenari di 
evacuazione reali. Possono anche essere usati per determinare i layout di 
configurazione che facilitano una rapida evacuazione o per determinare le 
procedure di evacuazione ottimali. 
I modelli di valutazione del rischio tentano di identificare i rischi connessi 
con l’evacuazione, che possono derivare dalla presenza di fuoco o di un 
incidente, e di quantificarne il rischio. 
 
5.3.1.2 Rappresentazione dell’ambiente di riferimento 
Il metodo che un modello utilizza nel rappresentare l’ambiente di riferimento 
nel quale si esplica l’evacuazione è una importante caratteristica del modello, 
un aspetto chiave in grado di determinare il livello di dettaglio che il modello 





è in grado di assicurare. Due metodi sono usualmente utilizzati per 
rappresentare tale ambiente oggetto di analisi: 
 Fine networks; 
 Coarse networks; 
ovvero reti a granularità più o meno fine. In ciascun caso, lo spazio è 
suddiviso in sotto regioni, e ciascuna sotto regione è connessa con quelle 
confinanti. I due metodi si differenziano per una differente risoluzione. 
Impiegando l’approccio basato sul fine network, lo spazio è suddiviso in una 
serie di nodi o piccoli tasselli. Ogni nodo o tassello rappresenta una porzione 
di spazio che può essere occupato da una persona. Le dimensioni di ogni 
nodo o tassello è solitamente fissato sulla dimensione media di una persona. 
La connettività tra nodi e tasselli è data dagli archi, che le persone simulate 
attraversano muovendosi in questo modo tra nodi e tasselli. Quindi, con i 
modelli fine network, le persone si spostano da un punto ad un altro 
all’interno di zone specifiche. La posizione di ciascuna persona risulta così 
essere nota. 
Un modello può anche comporsi di migliaia di nodi ed essere suddiviso in un 
certo numero di aree anch’esse composte da moltissimi nodi. In questo modo 
è possibile rappresentare accuratamente la geometria di riferimento e gli 
ostacoli interni e localizzare ciascun individuo al suo interno in qualsiasi 
momento durante la simulazione dell’evacuazione. Un sistema basato su 
delle coordinate costituisce una estrema manifestazione del paradigma basato 
sul fine network. 
All’interno del sistema la dimensione di un nodo si riduce fino a diventare 
molto piccola e le persone possono in questo modo occupare una serie di 
nodi. 





Nell’approccio basato sul coarse network lo spazio è suddiviso in 
compartimenti o grandi regioni di spazio. La connettività tra elementi è 
garantita dalla presenza di archi. Le persone possono muoversi attraverso i 
compartimenti attraverso gli archi di collegamento. La localizzazione delle 
persone all’interno dei compartimenti non è esattamente identificabile, 
tuttavia può essere approssimata attraverso l’implementazione di opportuni 
algoritmi. 
Questo metodo presenta delle difficoltà quando comprende movimenti e 
spostamenti locali come il sorpasso, la risoluzione di conflitti locali e la 
possibilità di evitare gli ostacoli. Questo accade perché l’esatta collocazione 
di un individuo non è rappresentata e quindi non possono essere fatti calcoli 
dettagliati sugli spostamenti individuali e sulle interazioni tra gli individui 
stessi. Questa limitazione dovrebbe essere tenuta presente quando si 
esaminano i modelli comportamentali. 
Il beneficio principale di questo approccio è che riduce la quantità di 
elaborazione al computer, l’utilizzo della memoria, ed infine il tempo di 
simulazione richiesto; approssimazione tuttavia non necessaria per i problemi 
confinati in piccoli domini, data la presenza di calcolatori dotati di grandi 
capacità computazionali. 
 
5.3.1.3 Prospettiva della popolazione 
Un’altra importante caratteristica dei modelli di evacuazione consiste nel 
metodo che è utilizzato per rappresentare il comportamento delle persone 
coinvolte nei processi di evacuazione. Questo aspetto legato ai modelli di 
evacuazione è identificato come “prospettiva della popolazione”. I modelli di 
evacuazione sono classificati come “Individuali” o “Globali” secondo il 
punto di vista della popolazione. 





I modelli che hanno una prospettiva individuale rappresentano singolarmente 
ogni membro della popolazione e tracciano il percorso da essi effettuato 
all’interno dell’ambiente oggetto di simulazione. A ciascun membro della 
popolazione sono assegnati attributi individuali come età, sesso, indicatori di 
movimento. Anche se questo tipo di modello pone una forte enfasi 
sull’individuo non impedisce la formazione di gruppi o piccole coalizioni. 
I modelli che hanno una prospettiva globale non riconoscono il singolo 
individuo ma delineano la popolazione come un insieme omogeneo, senza 
differenze individuali. Questi modelli descrivono i dettagli del’evacuazione 
non sulla base di una singola specifica evacuazione, ma concentrandosi sulla 
totalità di persone che devono evacuare. 
 
5.3.1.4 Prospettiva del comportamento degli individui 
Per rappresentare il processo decisionale scelto dagli occupanti, il modello 
deve incorporare un opportuno metodo per determinare il comportamento 
degli occupanti. Usando le attuali tecniche di modellizzazione è possibile 
individuare cinque approcci comuni per la rappresentazione del 
comportamento degli occupanti nei modelli di simulazione: 
 Functional analogy behavior; 
 Implicit behavior; 
 Rule based behavior; 
 Artificial intelligence based behavior; 












Uno dei principali studiosi del comportamento umano riferito alle situazioni 
di emergenza, in particolare agli incendi, è il matematico inglese Ed Galea, 
direttore del gruppo ingegneristico sulla “fire safety” all’università di 
Greenwich. Galea ha ripreso il concetto di “wayfinding”, e lo ha 
implementato in un software simulativo di propagazione dell’evento di 
evacuazione. 
In “Human Behaviour in Fire” (2009) si tratta analiticamente il tema 
dell’evacuazione introducendo un concetto molto importante, che può aiutare 
a comprendere meglio questo tema. Il concetto adottato è appunto 
“wayfinding”, che descrive il processo che permette a uomini o animali di 
orientarsi nello spazio fisico, per spostarsi da un luogo ad un altro. 
Qui il termine descrive il processo in cui gli individui, trovandosi in un 
ambiente chiuso durante una situazione d’emergenza, tentano di trovare un 
percorso che li porta a una relativa sicurezza, di solito al di fuori dal suddetto 
ambiente. 
Tale processo richiede che gli individui abbiano una mappa mentale o 
cognitiva dello spazio di riferimento. Si definisce mappatura cognitiva la 
procedura attraverso la quale l’individuo acquisisce, negozia, ricorda e 
decodifica informazioni spaziali; questo permette di individuare i principali 
punti di riferimento di tale spazio come porte, uscite esterne, stanze, scale, 
scale mobili, sculture, ascensori o simili. La conoscenza del percorso si 
sviluppa poi attraverso l’associazione di questi punti di riferimento tramite 
una mappa mentale dello spazio studiato. La conoscenza della configurazione 
spaziale è raggiunta quando la mappa è completa e le persone riescono ad 
individuare un sentiero che permette loro di spostarsi dal punto in cui si 
trovano verso la zona di sicurezza, pur attraversando zone prima sconosciute. 





Golledge, studiando il processo di wayfinding in ambito urbanistico, ha 
ideato una serie di mappe ipotetiche e, distribuendo test a diversi soggetti, ha 
chiesto loro di individuare un itinerario dal punto A al punto B. 
I risultati dei test hanno portato alla definizione di diversi criteri con i quali 
gli individui sottoposti alla prova hanno individuato il loro percorso. 
I criteri più usati sono: 
 minor distanza; 
 minor tempo; 
 minor numero di giri; 
 percorso esteticamente migliore; 
 primo percorso notato; 
 percorso formato da più curve o da più giri; 
 percorso differente rispetto al primo individuato. 
Le distanze e i tempi rappresentano dunque i criteri più importanti attraverso 
i quali gli individui implementano tale processo. 
Il lavoro di Golledge pone le basi per l’implementazione di algoritmi di 
wayfinding nei software di evacuazione, anche se in questo ambito alcuni 
criteri non risultano essere appropriati, come quello del percorso 
esteticamente migliore, ed altri sono in contrapposizione tra loro. 
Galea ha quindi deciso di usare alcuni tra questi criteri nella costituzione di 
questi algoritmi: la distanza totale, il tempo totale, il numero di giri totali, la 
lunghezza del primo tratto, gli angoli di giro e il numero totale di punti 
decisionali. Egli ha chiamato la collezione di questi criteri “Building 
Wayfinding Criteria”, BWC. 
 
 





5.3.3 Algoritmo di wayfinding 
 
L’implementazione dell’algoritmo di ricerca del percorso realizzato dal 
professor Galea e dal suo gruppo col software “buildingEXODUS” prevede 
un processo a tre stadi: 
1. Il primo step rappresenta la codifica delle informazioni spaziali 
dell’edificio in un grafico; 
2. Il secondo step consiste nell’applicazione degli algoritmi di ricerca nel 
grafico per trovare possibili percorsi verso la destinazione e assegnare 
ai percorsi un costo basato sulle preferenze personali come “tempo 
minimo” o “distanza minore”; sono poi selezionati i percorsi che 
offrono il costo minore o un costo superiore al costo minore di non 
oltre il 10% e cioè quei percorsi che maggiormente rispondono alle 
preferenze delle persone; 
3. Il terzo step è l’attuazione e il raffinamento del percorso; in questo 
step, seguendo il concetto di Downs & Stea, le persone si muovono 
lungo i percorsi scelti e riesaminano il percorso ad intervalli regolari e 
possono decidere di utilizzare percorsi alternativi se valutano che un 
percorso alternativo è più favorevole, per esempio se il percorso 
iniziale è molto congestionato o bloccato dal fuoco. 
Procediamo ora alla descrizione estesa degli steps che compongono 
l’algoritmo. 
 
5.3.3.1 Rappresentazione spaziale 
La rappresentazione spaziale dell’edificio è ottenuta tramite la realizzazione 
di un grafo matematico le cui connessioni sono rappresentative dell’edificio. 
Gli elementi chiave dell’edificio sono le stanze, i corridoi, le uscite interne e 
le uscite esterne. 





Ognuno di questi elementi è considerato un nodo nel grafo. Questi nodi sono 
collegati tramite archi che rappresentano le connessioni tra gli elementi 
dell’edificio. 
 
5.3.3.2 Mappe cognitive 
La seconda fase dell’algoritmo consiste nell’applicazione nei grafici di 
algoritmi di ricerca dei possibili percorsi per giungere alle destinazioni e 
nell’assegnazione di un costo ad ogni percorso basato su personali preferenze 
definite dai criteri prima esposti. 
Il grafo di connettività è convertito in un grafo ad albero per consentire una 
ricerca più veloce dei percorsi sostenibili. I nodi d’uscita formano i nodi 
radice dell’albero. I nodi sono aggiunti nel seguente ordine: 
1. nodi uscita; 
2. nodi stanza; 
3. uscite interne. 
Questo ordine è seguito dalle persone che tenderanno a muoversi dalla stanza 
attuale ad una uscita interna, ad un’altra stanza e così via finché non si 
troveranno nella stanza finale dalla quale possono uscire dall’edificio. 
L’albero finale, prodotto utilizzando questo metodo, è un esempio di grafo 
aciclico: una proprietà fondamentale di questo tipo di grafo è che ogni 
specifico percorso non può coinvolgere cicli, perciò una stanza non può 
essere visitata più di una volta nello stesso percorso. 
Per edifici grandi e complessi l’albero prodotto utilizzando questo metodo 
può essere piuttosto esteso richiedendo lunghi tempi computazionali per 
cercare l’albero dei percorsi. Per risolvere questo problema possono essere 
utilizzati metodi euristici in modo da ridurre la dimensione dell’albero al 
costo di eliminare alcuni possibili percorsi. Ad ogni modo, l’euristica può 





essere predisposta per eliminare i percorsi ad elevato costo. Ogni persona 
potrà avere accesso solo ad un sottoinsieme dell’albero basato sulla sua 
familiarità con l’edificio. Per esempio a una persona che ha familiarità solo 
con una uscita dell’edificio può essere consentito di cercare solo tra i percorsi 
dell’albero che sono connessi con quell’uscita. 
Ad ogni percorso dell’albero è associata una funzione di costo; la funzione di 
costo è determinata prendendo una somma pesata per i criteri di preferenza 
normalizzata RPC, “ Route Preference Criteria”, associati ad ogni persona. 
Prima che possa essere determinata la funzione di costo, devono essere 
determinati i criteri di preferenza dei percorsi, per esempio la lunghezza del 
percorso, il tempo del viaggio o il numero di svolte. Gli RPC sono 
determinati utilizzando dati appropriati per ogni percorso. In genere i criteri 
di preferenza dei percorsi sono determinati utilizzando valori esatti associati 
ad ogni percorso, tuttavia nella vita reale gli individui non possono essere in 
grado di determinare questi valori con certezza per cui deve essere introdotta 
una variabilità nella stima di questi parametri. Per esempio il sottogruppo 1 
della popolazione avrà perfetta conoscenza dell’edificio e quindi sarà in 
grado di determinare i parametri precisamente, il sottogruppo 2 potrebbe 
essere meno familiare con l’edificio e quindi un certo quantitativo di 
“nebulosità” sarà introdotta nella determinazione dei parametri, mentre il 
sottogruppo 3 sarà non familiare con l’edificio e quindi un livello maggiore 
di variabilità sarà introdotta nella sua stima dei parametri. 
Vengono suggeriti alcuni criteri di preferenza dei percorsi, “Route Preference 
Criteria”, utilizzabili in questa fase dell’analisi: 
1. DISTANZA – RPC1: rappresenta la lunghezza totale del percorso ed è 
la somma delle lunghezze di tutti i collegamenti tra i nodi di un 
percorso; 





2. TEMPO – RPC2: il tempo necessario per percorrere il percorso è la 
somma del tempo utilizzato per coprire l’intera distanza del percorso e 
del tempo utilizzato nelle congestioni ad ogni nodo di uscita interno 
lungo il tragitto. Siccome la congestione in ogni uscita interna non è 
conosciuta all’inizio della simulazione, è utilizzato un livello arbitrario 
di congestione; utilizzando parametri come la velocità delle persone, 
la larghezza delle porte, la dimensione della coda costanti per tutte le 
persone e tutti i percorsi. 
                       		






	                    (5.1) 
             Dove: 
            D = lunghezza del percorso [m]; 
            S = velocità delle persone [m/s]; 
            N = numero di porte lungo il percorso; 
            Q = dimensione della coda ad ogni porta [persone]; 
            UFR = tasso di scorrimento alle porte [persone/(m/s)]; 
            W = larghezza della porta [m]; 
3. ANGOLO MEDIO – RPC3: l’angolo medio del percorso è definito 
come la media degli angoli compiuti ad ogni intersezione del percorso. 
Questo angolo è sempre l’angolo interno dell’intersezione. L’angolo è 
compreso tra 0° e 180°, considerando 0 quando si torna indietro e 180 
quando si procede dritto. Maggiore è l’angolo, più il percorso è dritto 
e quindi maggiormente preferibile; 
4. SVOLTE – RPC4: ad ogni intersezione del percorso, calcolato 
l’angolo di intersezione, il numero di svolte è incrementato di uno per 
ogni intersezione con un angolo minore di 175°. Una intersezione con 





angolo tra 175° e 180° è quasi dritta e quindi non è da considerare una 
curva. Percorsi con più svolte sono considerati peggiori di percorsi con 
meno curve come mostrato da Sadalla & Magel. Quindi più curve ha 
un percorso e meno preferibile è; 
5. LUNGHEZZA DEL PRIMO TRATTO – RPC5: è la lunghezza del 
primo tratto di ogni percorso; più lungo è il primo tratto del percorso e 
più preferibile è il percorso; 
6. PUNTI DI DECISIONE – RPC6: un nodo-stanza è considerato un 
punto di decisione se c’è più di una uscita interna in quella stanza, una 
uscita interna è considerata un punto di decisione se ci sono più di due 
uscite interne connesse ad essa. La somma dei punti di decisione lungo 
il percorso è il numero totale di punti di decisione del percorso. Più 
punti di decisione ci sono lungo il percorso e meno è preferibile il 
percorso. 
Si procede poi alla normalizzazione di tutti gli RPC. Si identifica quindi per 
ogni criterio k il valore massimo di RPCk, detto MAX RPCk, e si divide ogni 
RPCk per il MAX RPCk. 
Questo processo è ripetuto per tutti gli RPC ad eccezione di RPC3 e RPC5, 
cioè i criteri “lunghezza del primo tratto” e “angolo medio”; infatti RPC3 e 
RPC5, diversamente dagli altri criteri che sono ordinati inversamente alla 
preferenza, sono direttamente relazionati alla preferibilità del percorso, 
quindi maggiore è l’angolo medio del percorso o più è lungo il primo tratto, e 
più è preferibile il percorso. Questi RPC sono normalizzati identificando il 
valore massimo di RPCk, sottraendo il massimo ad ogni RPCk e dividendo la 
differenza per il massimo. Per RPC3, il massimo è assunto essere 180° così 
da usare l’angolo maggiore possibile. 
Dopo avere determinato i valori normalizzati per i criteri di preferenza dei 
percorsi, e cioè , il costo associato ad ogni percorso i per la persona j, 





con pesi per le preferenze dei percorsi Wk,j per ogni criterio di preferenza k, è 
calcolato come: 
							. 	 		= 	 	!", ∗ 	",$	+		!, ∗ 	,$	+		!%, ∗ 	%,$	+			…	+
!6,(∗	6,(                                                                                              (5.2) 
 Dove 	!",  rappresenta il peso personale associato all’ ,$	 dalla persona 
j. La somma di tutti i pesi per la persona j deve risultare 100. 
Il metodo appena descritto può essere schematizzato come segue: 
1. Ricerca di MAX RPCi = MAX {RPCi,j}fra quelli verso le uscite j; 
2. Normalizzazione RPCk, da realizzare in maniera differente secondo il 
tipo di RPC che si considera: 
a) Per RPC proporzionali alla preferenza: 
                                    ,$ 	= 	, )*+	⁄                                     (5.3) 
b) Per RPC inversamente proporzionali alla preferenza, come 
“lunghezza del primo tratto” e “angolo medio”: 
                                   	= 1	 −	 )*+	, ⁄                                (5.4) 
                          	= ()*+	, 	− 	 ) )*+	, ⁄                    (5.5) 
3. Calcolo del costo del percorso dalla stanza i all’uscita j, dati i criteri di 
preferenza Wk,j, definito come: 
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                                                                                                                     (5.6) 
4. Scelta del percorso: il percorso con il costo minore fornisce il miglior 
abbinamento tra le preferenze personali di ricerca del percorso di ogni 
persona. 





In questo modo si determina una funzione di costo per ogni percorso basata 
sulla preferenza individuale di ogni persona. Il percorso con il costo minore 
fornisce il miglior abbinamento con le preferenze personali di ricerca del 
percorso di ogni occupante. 
 
5.3.3.3 Attuazione del percorso e raffinamento 
Il terzo step del processo coinvolge le persone che si muovono lungo il 
percorso selezionato. Possiamo avere due diversi approcci in questo 
momento: 
1. ricerca del percorso non sequenziale, “Non Sequential Wayfinding” 
NSW; 
2. ricerca del percorso sequenziale, “Sequential Wayfinding”, SW. 
Nel modello NSW, di ricerca non sequenziale, tutte le persone prendono una 
decisione sul percorso dalla loro posizione iniziale e mantengono il percorso 
scelto durante tutta la simulazione. Utilizzando questo approccio non ci sono 
raffinamenti del percorso di uscita. 
Nel modello SW, con ricerca sequenziale del percorso, le persone sono in 
grado di modificare il loro percorso basandosi sulla congestione o sulle 
condizioni del fuoco che incontrano durante il loro percorso verso l’uscita. 
Qui vengono incluse solamente le modifiche al percorso selezionato 
basandosi sulla congestione. La congestione impatta il criterio RPC2 di 
preferenza del percorso cioè la stima del tempo richiesto per viaggiare lungo 
il percorso richiesto. 
Ci sono due approcci che possono essere utilizzati per tenere in 
considerazione questo fatto: 
1. Local – Prescribed, LP: usando questo approccio l’equazione usata per 
stimare RPC2 è utilizzata ad ogni porta lungo il percorso, ad eccezione 





della porta nella quale la persona è in quel momento, per stimare il 
tempo perso. Si assume quindi che la persona abbia accesso a tutte le 
informazioni sulla stanza in cui è; perciò conosce la dimensione della 
folla ad ogni uscita interna, la dimensione di ogni porta e il tasso di 
flusso per ogni porta. Per tutte le altre porte lungo il percorso si 
considerano i valori di default considerati in precedenza. Questa 
informazione è utilizzata per rivalutare le opzioni di percorso dalla 
posizione corrente. 
2. Local – Local, LL: questo approccio è simile al precedente in tutto 
tranne che per l’uso dei valori di default per stimare il tempo richiesto 
per passare attraverso tutte le altre porte, per i quali le persone 
assumono che tutte le altre porte lungo i vari percorsi avranno 
condizioni similari alle porte nella stanza in cui si trovano. 
Vengono infine implementate le decisioni prese usando un modello a nodi 
grossolani che passa le informazioni sul percorso degli individui in nodi 
affinati con il software simulativo building EXODUS. 
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Numerosi sono gli studi condotti nel corso degli anni sulla Sicurezza 
Antincendio; questi hanno subìto un’evoluzione tematica in linea con lo 
sviluppo dei nuovi approcci suggeriti dall’aggiornamento normativo. 
In tal senso nel presente capitolo sono stati raccolti i principali contributi 
della letteratura scientifica alla Fire Safety Engineering, e sono stati 
riportati più nel dettaglio alcuni case study tra quelli ritenuti maggiormente 
significativi ai fini della costruzione del modello simulativo oggetto del 











Il continuo sviluppo dei concetti e della normativa riguardanti la 
progettazione degli edifici [32], ha portato gli studiosi del campo a porsi il 
problema di dimostrare in qualche modo che le loro teorie sono sicure e che 
gli occupanti potranno efficientemente evacuare da una struttura in caso di 
emergenza. Tradizionalmente, per soddisfare queste esigenze sono state 
utilizzate due tecniche:  
1) dimostrazione di una evacuazione su larga scala; 
2) adesione ai codici di costruzione prescrittivi. 
La dimostrazione di una evacuazione su larga scala consiste in una 
esercitazione di una evacuazione utilizzando un target rappresentativo della 
popolazione all’interno della struttura. Tale approccio pone tuttavia notevoli 
problemi etici, pratici e finanziari, che mettono in discussione la sua 
fattibilità. I problemi etici riguardano un eventuale pregiudizio per i 
partecipanti e la mancanza di realismo insita in ogni scenario dimostrativo di 
una evacuazione. Poiché un volontario non può essere sottoposto ad un 
trauma, né al panico o a conseguenze fisiche, come invece accade in una 
situazione di emergenza reale con fumo e detriti, tale esercizio fornisce 
informazioni poco utili in merito all’idoneità del progetto nel caso di una vera 
emergenza. 
A livello pratico, quando vengono eseguite prove di evacuazione, di solito 
viene condotta solo una prova di evacuazione singola. Ciò comporta una 
fiducia limitata al fatto che – con o senza successo – la prova rappresenti 
davvero la capacità di evacuazione della struttura. Inoltre, dal punto di vista 
della progettazione, un singolo test non fornisce informazioni sufficienti per 
organizzare il layout della struttura in funzione dell’efficienza di evacuazione 
ottimale. 




La necessità di effettuare esperimenti ripetuti non deve stupire, visto che 
anche nelle condizioni sperimentali più controllate, nessuna esercitazione di 
evacuazione che coinvolge folle di persone reali produce risultati identici se 
l’esercitazione si ripete, anche se vengono utilizzate le stesse persone. 
Quindi non è opportuno definire un tempo certo di evacuazione per una 
struttura, in quanto per qualsiasi combinazione struttura/popolazione/ 
ambiente, si può avere una forma differente di distribuzione. Ciò che invece 
si può ottenere è la comprensione di quale sarà per il sistema struttura/ 
popolazione/ambiente la probabilità di comportarsi dato un insieme di 
condizioni predefinite. 
Infine, eseguire una singola dimostrazione di evacuazione può essere costoso, 
tenendo conto anche che la dimostrazione dell’evacuazione è di solito 
eseguita dopo che la struttura è stata costruita. Sarà dunque estremamente 
costoso implementare le eventuali modifiche di progettazione. 
In tal senso non è conveniente utilizzare i mezzi sperimentali per valutare la 
progettazione degli edifici. Un’alternativa è quella di considerare le norme 
edilizie prescrittive per accettare/rifiutare in partenza una proposta di 
progettazione, sulla base della sua adesione ad un insieme di regole rigide 
stabilite nel codice. 
Tuttavia, al fine di valutare pienamente l’efficienza potenziale di una 
evacuazione, è essenziale considerare aspetti configurazionali, ambientali, 
comportamentali e procedurali del processo di evacuazione. 
Gli aspetti configurazionali sono quelli generalmente riguardanti i codici di 
costruzione tradizionali e comprendono la costruzione della struttura, il 
numero di uscite, la larghezza delle uscite, la distanza del percorso, etc.  
In caso di incendio, devono poi essere necessariamente considerati gli aspetti 
ambientali. Questi includono i probabili effetti dannosi sugli occupanti 




l’edificio come gas tossici ustionanti e irritanti e l’impatto della densità del 
fumo che viaggia con velocità sempre maggiore e riduce la capacità di 
trovare l’uscita.  
Gli aspetti procedurali riguardano le azioni del personale, il livello di 
formazione degli occupanti sull’evacuazione, la conoscenza preventiva della 
struttura da parte degli occupanti, la segnaletica di emergenza, etc.  
Infine, e forse l’aspetto più importante, devono essere considerate le probabili 
reazioni comportamentali degli occupanti. Queste includono aspetti quali la 
prima risposta degli occupanti al segnale di evacuazione, la velocità di fuga 
probabile, le interazioni famiglia/gruppo, etc. 
I metodi tradizionali di progettazione edilizia non riescono ad affrontare tutti 
questi aspetti in maniera quantitativa, preferendo fare affidamento quasi 
totalmente sul giudizio e su una serie di regole prescrittive. Poiché tali norme 
prescrittive fanno quasi totalmente affidamento su considerazioni 
configurazionali come la lunghezza del percorso e la larghezza delle porte di 
uscita che non deve essere troppo stretta, inoltre, tali metodi trascurano il 
comportamento umano in caso di incendio o i probabili scenari, e dunque non 
è certo che essi offrano la soluzione ottimale in termini di efficienza di 
evacuazione. 
I modelli di evacuazione basati sull’utilizzo del computer offrono la 
possibilità di superare tutte queste carenze, soddisfacendo le esigenze non 
solo dei progettisti, ma anche dei legislatori. 
La ricerca sulla quantificazione e modellazione del comportamento umano è 
in corso da almeno 30 anni. La ricerca sull’evacuazione è un po’ più recente; 
uno dei primi documenti pubblicati è apparso nel 1982 e da qui è nato 
l’interesse verso la modellazione delle uscite di emergenza in caso di 
incendio. I tentativi di simulare l’evacuazione sono essenzialmente ricondotti 
in due categorie di modelli, quelli che prendono in considerazione solo il 




movimento umano e quelli che cercano di collegare il movimento con il 
comportamento. 
La prima categoria di modelli concentra unicamente la propria attenzione 
sulla capacità di carico della struttura e dei suoi vari componenti. Questo tipo 
di modello viene spesso indicato come modello “ball-bearing” (anche 
denominato determinismo ambientale), in cui gli individui sono trattati come 
oggetti non pensanti che rispondono automaticamente a stimoli esterni. In 
tale modello si ipotizza che le persone inizino ad evacuare la struttura, 
cessando immediatamente qualsiasi altra attività. Inoltre, la direzione e la 
velocità di uscita sono determinati soltanto in base a considerazioni fisiche 
(ad esempio densità della popolazione, capacità delle uscite, etc.). Un caso 
estremo di questo tipo di modello ignora del tutto l’individualità della 
popolazione e la tratta come un’unica massa in uscita. 
La seconda categoria di modelli prende in considerazione non solo le 
caratteristiche fisiche della struttura, ma tratta l’individuo come un agente 
attivo tenendo conto della sua risposta a stimoli come ad esempio i vari 
pericoli causati dal fuoco, il comportamento individuale come i tempi di 
reazione personale, la preferenza dell’uscita,etc.  
Una varietà di metodologie di modellazione differenti è disponibile per 
rappresentare queste diverse categorie di modelli di evacuazione. All’interno 
della metodologie di modellazione adottata, ci sono anche un certo numero di 
modi in cui rappresentare la struttura, la popolazione e il comportamento 
della popolazione. Gli approcci disponibili hanno portato allo sviluppo di 
almeno 22 modelli diversi di evacuazione. In una certa misura la gamma di 
modelli riflette lo scopo per cui erano originariamente previsti, la natura del 
modello sviluppatore (ingegneristico/fisico/scientifico/sociale/architettonico) 
e la potenza del computer a disposizione degli sviluppatori. 




Tutti i modelli in esame affrontano la problematica comune dell’evacuazione, 
ma in tre modi diversi: quello di ottimizzazione, simulazione, e valutazione 
del rischio (Figura 6.1). I principi di base relativi a ciascuno di questi 
approcci influenzano le relative capacità del modello. 
 
Figura 6. 1 – Principali metodologie per rappresentare l’evacuazione 
 
Molti dei modelli assumono che gli occupanti evacuino nel modo più 
efficiente possibile, ignorando zone periferiche e attività non legate 
all’evacuazione. I percorsi di evacuazione considerati come ottimali sono le 
caratteristiche di flusso delle persone e le uscite. Questi modelli vanno bene 
quando si ha un gran numero di persone o quando si trattano gli occupanti 
come un insieme omogeneo, quindi non riconoscono il comportamento 
individuale. Tali modelli sono generalmente modelli di ottimizzazione 
(Optimisation Models). 
In alternativa, i progettisti potrebbero tentare di rappresentare il 
comportamento e il movimento osservati durante una evacuazione non solo 
per ottenere risultati quantitativi accettabili, ma anche per rappresentare 




realisticamente i percorsi e le decisioni prese durante l’evacuazione. Questi 
modelli sono definiti modelli di simulazione (Simulation Models). La 
sofisticazione comportamentale impiegata da questi modelli varia 
notevolmente, così come la precisione dei risultati. 
Infine, i modelli di valutazione del rischio (Risk Assessment Models) tentano 
di identificare i pericoli associati con conseguente evacuazione da un 
incidente collegato ad un incendio e tentano di quantificare il rischio. 
Eseguendo numerose prove ripetute, possono essere valutate variazioni 
statisticamente significative associate a modifiche alla progettazione 
strutturale o idonee misure di protezione antincendio. 
 
 
6.2 Classificazione delle fonti bibliografiche 
 
Nel presente lavoro sono stati selezionati ed analizzati 200 articoli della 
letteratura scientifica pubblicati sulle maggiori riviste del settore quali: Fire 
Safety Journal, Procedia Engineering, Building and Environmet, Ocean 
Engineering, Computers & Industrial Engineering, Journal of Loss 
Prevention in the Process Industries, Simulation Modelling Practice and 
Theory, etc. 
Le principali caratteristiche di tali fonti bibliografiche sono state poi 
schematizzate nella Tabella 6.1. In questa tabella su ogni riga è stato riportato 
– seguendo come ordine la cronologia della pubblicazione – uno dei 200 
articoli oggetto di analisi, mentre sulle colonne sono state riportate le 
peculiarità di ciascun lavoro. 
Nello specifico sono state riportale le seguenti caratteristiche: 




 Numero di riferimento del lavoro nella bibliografia; 
 Anno di pubblicazione; 
 Aspetti teorici relativi al Fire Safety Management; 
 Aspetti normativi relativi al Fire Safety Management; 
 Rassegna dei metodi di simulazione dell’evacuazione; 
 Analisi della Literature Review; 
 Creazione di un modello di evacuazione, utilizzando rispettivamente 
un modello matematico/statistico, simulativo, geografico; 
 Parametri considerati nel modello: di tipo strutturale, fisico, 
comportamentale; 
 Studio teorico del comportamento, del panico e/o del movimento di 
folle; 
 Studio teorico dell’incendio e/o delle protezioni antincendio in 
generale (estintori, uscite di emergenza, porte tagliafuoco, etc.); 
 Tipologia di simulazione adoperata: ad agenti, discreta, dinamica, 
virtual reality, rappresentazione dei fumi e della visibilità durante 
l’incendio; 
 Utilizzo di video e/o questionari per l’ottenimento di dati significativi; 
 Tipo di simulatore utilizzato: B-Fires, BuildingExodus, Exitus, 
CEMPS, CFD: FDS/FLUENT/PHOENICS, EVACSIM/EvacTunnel, 
MFIRE, ORSET, SGEM, AvatarSim, AutoEscape, ESM, 
Simulex/CFDOM, EvacuatioNZ, MACES + PMFserv, Nomad, IDA 
Road Tunnel Ventilation, Netlogo, MASSEgress, AnyLogic, 
MATSim; 
 Sviluppo di Case Study; 
 Analisi numerica e/o grafica dei risultati ottenuti.  
Infine sono stati riportati in maniera più specifica alcuni Case Sudy ritenuti 
significativi ai fini dello sviluppo del modello presentato nel capitolo 7.  





























































































































































































































































































































































































































































































































































































































































































































10 1979    x       x                               
53 1980      x   x x   x      x                     x x 
23 1992      x    x   x                           x  
101 1993    x  x    x x  x                             
97 1993 x           x                              
139 1993 x   x                                      
140 1993 x x          x                              
141 1993 x           x                              
82 1994 x x          x                              
83 1994 x x          x                              
144 1994 x           x                            x  
1 1996       x  x       x                          
152 1996     x x   x       x       x                 x  
158 1996     x x   x       x       x                 x x 
135 1996     x                                   x x 
173 1997    x  x  x x x x x x                           x x 
33 1998    x x x   x x     x         x                  
84 1998 x x  x       x                               
127 1998 x   x       x                               
92 1999 x          x x                              
89 1999 x x         x x                            x  
32 1999   x x       x                               
75 1999 x   x                                      
77 1999 x   x       x                             x  
86 1999 x   x                                      
94 1999 x   x       x                               




























































































































































































































































































































































































































































































































































































































































































































133 1999    x x   x x x                              x  
114 2000    x x x   x x       x                       x x 
177 2000    x       x       x                      x  
131 2000 x   x       x                               
145 2000 x   x                                      
39 2001    x  x   x x x  x       x                    x x 
155 2001    x  x   x x     x                         x  
178 2001    x        x                              
63 2001    x x    x     x           x               x x 
15 2001    x  x   x x x  x             x                
123 2002    x        x                            x  
79 2002 x   x                                      
7 2003   x x x   x                   x               
104 2003    x    x x     x                     x     x  
48 2003   x x  x  x x x x  x                             
102 2003   x x  x  x  x x    x                         x x 
95 2003 x x  x        x                              
130 2003 x   x       x                               
142 2003    x x    x     x                            
143 2003    x x    x     x                          x  
91 2004   x x       x                               
168 2004   x x       x                               
179 2004    x       x                             x x 
40 2004    x x    x x                 x             x  
93 2004 x          x x                              
128 2004 x   x       x                               
132 2004 x          x                               
41 2005   x x       x       x                        




























































































































































































































































































































































































































































































































































































































































































































147 2005    x  x   x     x  x       x                 x x 
78 2005    x       x x                              
25 2005   x x  x  x  x   x                 x          x x 
169 2005    x  x    x   x                           x x 
85 2005 x          x x                            x  
98 2005    x       x                               
87 2006 x           x                            x  
2 2006 x  x x x    x x    x  x                        x x 
49 2006    x       x                             x x 
176 2006      x   x x   x    x                     x  x x 
14 2006     x     x x                             x x 
151 2006            x                            x  
96 2006   x x  x   x x   x                    x         
165 2006    x        x                            x  
171 2006      x   x x x    x                           
107 2006    x x x  x x     x  x       x                 x x 
125 2006    x x x  x x   x    x       x                 x x 
146 2006   x x  x   x x x    x                         x x 
50 2007   x x  x   x x   x                           x  
111 2007    x  x   x     x  x       x                 x x 
159 2007    x x    x     x  x       x                 x x 
170 2007   x x  x  x x x x  x                        x   x  
161 2007    x  x  x  x x  x                           x  
26 2007    x x   x x   x    x                        x  
42 2007   x x  x  x x x      x               x x        x x 
61 2008   x x  x  x x       x                        x x 
71 2008 x  x x        x                            x x 
88 2008 x   x        x                              




























































































































































































































































































































































































































































































































































































































































































































162 2008   x x x x  x x x    x x                         x x 
99 2008 x x  x       x                               
103 2008   x   x x x x x   x x         x                 x  
164 2008 x   x       x                             x  
160 2008     x x  x x     x  x       x                 x x 
175 2008    x x x   x x x  x                           x x 
172 2008   x x       x                               
106 2008      x  x x       x       x                 x  
174 2008   x x  x  x x x   x               x            x x 
110 2008   x x x   x x      x                         x  
108 2008   x x                                    x  
119 2008    x x x  x x     x  x       x                 x x 
126 2008    x x   x x     x                          x x 
134 2008    x  x x x x x   x       x         x           x x 
109 2009   x x  x  x x x   x       x                    x x 
100 2009    x       x                               
90 2009    x  x  x x x   x       x                    x x 
80 2009      x  x x   x  x  x       x                 x  
60 2009   x x x   x x    x x  x       x                 x  
44 2009    x        x                            x  
73 2009    x       x                             x  
200 2009    x  x  x x x x     x                        x x 
38 2009    x  x  x x     x  x       x                 x x 
34 2009    x x    x       x                        x x 
12 2009   x x x    x                               x x 
13 2009   x x  x  x x x       x x                      x x 
191 2009           x       x                      x  
199 2009    x x x  x x x     x                         x x 




























































































































































































































































































































































































































































































































































































































































































































20 2009    x       x       x                      x  
27 2009   x x                                      
28 2009 x  x x x   x x                               x  
149 2009     x   x x     x  x       x                 x x 
65 2009    x       x                               
157 2009   x x x   x x     x  x       x                 x x 
188 2009    x       x       x                      x x 
69 2009    x       x                               
74 2009 x                                       x  
113 2009    x x     x x                             x x 
122 2009    x x    x x x       x                      x x 
129 2009    x       x                             x x 
136 2009 x   x                                    x  
115 2009    x x   x x x  x   x                         x x 
66 2010    x  x  x x x   x     x                  x    x x 
29 2010   x x  x   x x     x   x             x         x x 
24 2010   x x x   x x     x                          x x 
17 2010    x  x x x x x x  x   x                        x x 
3 2010    x x    x       x  x                      x x 
81 2010    x       x       x                        
45 2010    x       x x                              
70 2010    x       x       x                      x x 
67 2010    x x x  x x x     x                   x      x x 
181 2010    x  x  x x x x      x                       x x 
120 2010    x x       x  x  x                        x x 
148 2010    x        x                            x x 
194 2010    x  x   x         x                      x x 
62 2010    x x    x                                 




























































































































































































































































































































































































































































































































































































































































































































112 2010    x x    x                               x x 
117 2010    x  x x x x    x                          x x x 
124 2010    x x x   x       x                        x x 
19 2010   x x       x                               
46 2011    x  x  x x   x    x                        x x 
163 2011    x x x  x x x     x                         x x 
47 2011    x x x    x      x                          
4 2011   x x  x  x x       x  x  x                    x x 
8 2011    x x    x x x       x                      x x 
11 2011    x x   x x                               x x 
21 2011    x x x   x x     x                         x x 
43 2011      x  x x     x             x             x x 
150 2011    x x x  x x     x  x       x                 x x 
30 2011    x x   x x    x                           x x 
54 2011    x       x                               
31 2011    x x x   x x   x    x                     x  x x 
156 2011     x x  x x   x  x  x       x                   
180 2011     x x    x x  x                           x  
166 2011   x x       x x                              
35 2011     x      x                             x x 
36 2011     x x  x x  x     x                        x x 
76 2011           x       x                      x x 
153 2011    x        x                            x x 
189 2011      x  x x     x  x       x x                x x 
105 2011                                        x x 
116 2011   x x x   x x   x                            x x 
121 2011 x x          x                            x  
137 2011   x x       x       x                        




























































































































































































































































































































































































































































































































































































































































































































118 2011   x x x   x x                                 
9 2012    x   x x x                               x  
5 2012    x  x  x x x   x                           x x 
6 2012   x x       x                               
16 2012 x   x                                    x  
18 2012    x        x                            x  
72 2012    x       x                               
22 2012    x       x  x                             
51 2012     x x   x    x                           x x 
52 2012   x x x      x                             x x 
55 2012   x x  x  x x x   x  x     x                    x x 
187 2012     x x  x x     x  x       x                 x x 
196 2012    x x x     x    x   x                      x x 
56 2012    x       x                               
57 2012    x x x   x    x                           x x 
192 2012     x    x x                              x  
167 2012      x x x x x      x                        x x 
58 2012    x x   x x                               x x 
59 2012           x                               
195 2012    x  x  x x x x  x   x                        x x 
198 2012    x  x   x x x     x                        x x 
68 2012   x   x  x x    x       x                    x x 
138 2012   x x  x  x x x   x        x                   x x 
182 2012 x x    x  x x   x  x  x       x                 x x 
154 2012 x    x x   x   x  x                          x x 
37 2012   x x  x   x       x                        x x 
184 2013    x x x   x x x  x                           x x 
186 2013 x x x x                                      




























































































































































































































































































































































































































































































































































































































































































































197 2013    x x x    x x      x x                      x x 
193 2013    x  x  x x x   x                           x x 
64 2013   x x x x  x x   x  x  x       x                 x x 
190 2013    x  x  x x   x    x        x                x x 
185 2013    x   x x x                               x x 
183 2013    x       x       x                      x  




6.3 Case Study della letteratura: simulazione del 
comportamento umano durante un incendio 
 
[66] Ellen-Wien Augustijn-Becker, Johannes Flacke, Bas Retsios, 
Investigating the effect of different pre-evacuation behavior and exit choice 
strategies using agent-based modeling, Procedia Engineering 3 (2010) 23-35. 
 
In questo lavoro è stato utilizzato un modello di evacuazione ad agenti per 
simulare il comportamento durante una evacuazione di un supermercato 
cinese e in una Università internazionale nei Paesi Bassi. I dati sulla scelta 
dell’uscita e sul comportamento durante la fase di pre-evacuazione sono stati 
raccolti attraverso questionari e analisi della letteratura. Un’analisi di 
sensibilità è stata poi condotta per verificare l’influenza della variazione nel 
tempo di pre-evacuazione e nella scelta dell’uscita sul tempo di evacuazione. 
I risultati per il supermercato sono influenzati dalla scelta dell’uscita a causa 
della forma lunga e stretta dell’edificio. I risultati della simulazione per 
l’università sono invece più dipendenti dal comportamento degli agenti che 
compiono l’evacuazione. 
I modelli di evacuazione ad agenti (ABM) richiedono una valutazione o 
un’analisi empirica del comportamento degli evacuati. Diversi metodi sono 
stati utilizzati per determinare il comportamento dell’agente, tra cui i giochi 
di ruolo e i ragionamenti deduttivi. La comprensione del comportamento 
umano e di quello sociale è fondamentale nel determinare quali 
comportamenti devono essere assegnati agli agenti simulati, e come 
raggruppare il loro comportamento. Quando si applica l’ABM per gli studi 
sull’evacuazione, una delle sfide da affrontare è come definire i gruppi 
(eterogeneità) e che comportamento questi gruppi devono visualizzare. 




Sono necessari dati affidabili sui diversi gruppi di sfollati e sul loro 
comportamento per una completa validazione del modello. Per la 
modellazione dell’evacuazione si considerano i seguenti tipi di dati: 
 Tempo di ritardo (tempo di pre-evacuazione); 
 Velocità nel camminare; 
 Caratteristiche degli occupanti (reazioni tra i diversi tipi di persone); 
 Azioni durante l’evacuazione; 
 Effetti di ostacoli nei percorsi; 
 Scelta dell’uscita. 
Nel caso del supermercato, la struttura consiste in un singolo piano, di 
lunghezza pari a 260 m, con 9 differenti sezioni di acquisto posizionate 
perpendicolarmente al corridoio generale che percorre la clientela; sono 
presenti 9 uscite di emergenza. I dati relativi al comportamento sono stati 
collezionati grazie a questionari, per un totale di 500 risposte e sono stati 
registrati massimo 2580 acquirenti durante l’orario di punta, che va dalle ore 
16.00 alle ore 17.00. 
Sono costantemente disponibili 9 persone addette all’emergenza, mentre 
alcuni acquirenti conoscono la posizione delle uscite di emergenza e altri no. 
Il personale non è stato modellato separatamente in questo lavoro. 
 
Figura 6. 2 – Layout del supermercato 
 
Nel secondo caso considerato, l’università internazionale è sita in un edificio 
di 6 piani. Su ogni piano ci sono due uscite di emergenza, che si trovano nei 
pressi della toilette, e una scala principale che funziona come uscita di 




sicurezza aggiuntiva durante le evacuazioni. Le uscite di emergenza possono 
essere utilizzate anche in situazioni normali come collegamenti. La struttura 
dell’edificio è circolare con un corridoio in mezzo e gli uffici e le aule a 
sinistra e a destra. Gli occupanti di questo edificio hanno in generale 
familiarità con questo edificio e sono pienamente consapevoli di dove sono 
posizionate le uscite. Sono state poi contate le persone presenti in diversi 
momenti della giornata. Sono stati contati un massimo di 114 occupanti per il 
piano 1, dove la metà sono membri del personale l’altra metà sono studenti. 
Anche in questo caso i dati relativi al comportamento sono stati ricavati da 63 
questionari. 
 
Figura 6. 3 – Layout dell’edificio universitario 
 
Dopo ciò, è stato creato un prototipo del modello utilizzando Netlogo: gli 
agenti individuati sono i “leavers”, i “followers” e gli “officers” e 
l’evacuazione ha inizio nel momento in cui scatta l’allarme antincendio. Per 
entrambi i casi si ha che gli agenti sono distribuiti casualmente nell’area 
oggetto di studio, tutti sentono l’allarme e reagiscono ad esso. 




Con riferimento al comportamento degli agenti, si ha che gli Officers sono 
formati per le emergenze sia nel caso del supermercato che dell’università; 
per questo motivo essi interagiranno con le altre persone, aiutando coloro i 
quali non hanno ancora iniziato l’evacuazione (in un tempo definito 
Interaction Time) e solo quando il piano sarà vuoto usciranno dalla struttura. 
I Leavers invece sono gli acquirenti/studenti che riescono a scappare da soli; 
di fondamentale importanza ai fini del loro comportamento nelle emergenze è 
il tempo di pre-evacuazione (preso dalla letteratura) e la scelta dell’uscita 
(derivata dalle risposte ai questionari). Infine, i Followers rappresentano quel 
gruppo di persone che per svariati motivi non riescono a scappare in maniera 
indipendente ma insieme ad un Officer o ad un Leaver; per tale motivo essi 
non si muoveranno se nelle vicinanze non è presente qualcuno che li aiuti ad 
uscire dalla struttura  e dunque per essi non ci saranno uscite preferenziali o 
tempi di pre-evacuazione. 
Per ogni agente la velocità di cammino è compresa tra 1.2 m/s e 1.8 m/s e 
ogni agente occupa uno spazio di 0.3 x 0.3 metri, che ovviamente non può 
essere occupato contemporaneamente da un altro. Il supermercato è diviso in 
compartimenti, ciascuno assegnato ad un Officer specifico; questi dovrà 
rimanere in tale area fino a che non sarà stata evacuata da tutti, mentre 
nell’università gli Officers si muovono tra le stanze e i corridoi. Essi si 
fermano solo durante il “tempo di comunicazione” con le altre persone. I 
movimenti dei Leavers invece sono liberi nello spazio, essi possono 
scontrarsi con ostacoli o altre persone e si muoveranno seguendo il percorso 
più breve. I movimenti dei Followers, infine, dipenderanno dalla distanza da 
un’uscita: quando un Follower si trova vicino ad una uscita, si muoverà da 
solo verso essa, quando invece sarà lontano, si muoverà in maniera casuale e 
confusa fino a che non incontrerà un Officer o un Leaver, che lo 
“raccoglieranno” e lo condurranno all’uscita. 




Dopo la costruzione del modello è stata condotta un’analisi di sensitività per 
valutare gli effetti delle scelte effettuate sul tempo totale di evacuazione; le 
variabili testate sono il tempo di pre-evacuazione e la preferenza dell’uscita. 
Per entrambi gli edifici si ipotizza che tutte le uscite siano agibili. 
Nel caso dell’università si è avuto che la scelta dell’uscita non influenza 
fortemente il tempo di evacuazione massimo, questo perché la distanza 
dall’uscita principale da qualsiasi punto dell’edificio non è tanto maggiore di 
quella dall’uscita più vicina. 
 
Figura 6. 4 – Risultati nel caso della variazione della preferenza per l’uscita più vicina 
 
Nel caso del supermercato sono stati considerati 3 scenari: scappare verso 
l’uscita più vicina, verso un’uscita visibile o verso l’entrata principale; 
quest’ultimo caso ha presentato risultati differenti dagli altri due, ciò a causa 
della forma stretta e lunga dell’edificio e dalla distanza relativamente lunga 
dell’entrata principale. 





Figura 6. 5 – Confronto tra la scelta delle uscite per il supermercato 
 
Per il caso dell’università è stata poi condotta un’analisi per differenti tempi 
di pre-evacuazione; i risultati mostrano un tempo di evacuazione, per le 
impostazioni di base, tra i 6:25 - 7:26 minuti e per le impostazioni 
modificate, tra 6:21 - 7:16 minuti. Lo scenario di base consente di giungere 
ad un tempo di evacuazione massimo più elevato. Tuttavia, il valore medio 
per entrambe le serie di prove rimane lo stesso (06:45 minuti). 
Per l’università è stato effettuato un confronto relativamente al tempo di 
evacuazione per i singoli agenti. Sono state costruite tre curve, una relativa 
alle impostazioni di base (tempo di pre-evacuazione per il personale pari a 0-
246, media pari a 70 secondi e il 92% delle preferenze per l’uscita più vicina 
e tempo di pre-evacuazione per gli studenti pari a  8-200, media pari a 76 
secondi e l’82% delle preferenze per l’uscita più vicina), una con uno 
scenario in cui il tempo di pre-evacuazione è come specificato prima, ma la 
preferenza per l’uscita più vicina è cambiata al 75% per entrambi i gruppi e 
una curva con un secondo scenario in cui la preferenza per l’uscita rimane 
invariata, ma il tempo di pre-evacuazione sia per il personale che per gli 
studenti è cambiato a 0 - 180 (media 65). 





Figura 6. 6 – Confronto tra le impostazioni di base con una minore preferenza per l’uscita più 
vicina (75%) e tempi di pre-evacuazione minori (180 - 65) per l’università 
 
Le tre curve mostrano una grande somiglianza. La curva relativa alla minor 
preferenza per l’uscita più vicina è leggermente superiore rispetto alle altre 
due. Questo perché il tempo impiegato per camminare verso l’uscita 
principale è più lungo. Abbassare il tempo di pre-evacuazione massimo e 
medio non sempre porta ad un tempo di evacuazione più breve. La parte 
fondamentale sono gli ultimi agenti a evacuare (compresi gli addetti 
all’evacuazione). In  sintesi, il comportamento degli addetti all’evacuazione 
per l’edificio universitario è fondamentale per il tempo di evacuazione totale. 
Il tempo trascorso cercando eventuali persone lasciate indietro è lungo 
rispetto al tempo necessario per raggiungere l’uscita e anche la 
comunicazione tra gli agenti può essere un fattore importante. Ancora, la 
geometria dell’edificio è molto importante. Essa influenza la distanza tra le 
uscite e l’importanza della scelta dell’uscita, ma è anche importante per 
quanto riguarda il comportamento degli agenti.  
 
 




[102] Yang Lizhong, Fang Weifeng And Fan Weicheng, Modeling Occupant 
Evacuation using Cellular Automata – Effect of Human Behavior and 
Building Characteristics on Evacuation, Journal Of Fire Sciences, VOL. 21 – 
May 2003. 
 
Questo studio presenta un modello di evacuazione microdiscreta che pone 
l’accento in particolare sul comportamento umano e si concentra sullo studio 
delle generiche proprietà di evacuazione degli occupanti da grandi spazi 
aperti affollati dopo una determinata fase di pre-movimento. Utilizzando i 
Cellular Automata (CA) nello sviluppo delle regole, il modello creato ha il 
vantaggio di catturare efficacemente il comportamento degli occupanti a 
livello individuale, mentre raggiunge un livello realistico nel rappresentare 
l’attività collettiva. Gli studi su alcune importanti caratteristiche di 
evacuazione quali l’esistenza di differenti velocità delle persone e la diversa 
struttura della costruzione offrono alcuni fattori chiave che influenzano 
l’efficienza dell’evacuazione. Attraverso lo studio dell’evacuazione da un 
corridoio, con e senza parti che si allargano, sono stati trovati gli stati 
disordinati durante il movimento che fanno diminuire l’efficienza 
dell’evacuazione. Tutto ciò consente di capire i fenomeni speciali durante 
una evacuazione ed è utile in termini di prestazioni di base per la 
progettazione di edifici. 
Nello specifico, è possibile affermare che di solito un modello di evacuazione 
che consideri il comportamento umano dovrebbe contenere diversi fattori 
chiave, tra cui la scelta del percorso, le interazioni tra le persone e l’effetto 
sulle persone dell’ambiente, come il fumo e l’aria rovente. In sostanza, 
questo modello è stato sviluppato per studiare le folle di grandi dimensioni, 
spazi aperti come negozi o teatri. In queste situazioni di evacuazione i tempi 
di evacuazione dipendono principalmente dai tempi di movimento dei primi 
occupanti  che rispondono all’emergenza e dai tempi di movimento di tutta la 
popolazione che occupa la struttura. Per tale ragione il modello in esame si 




concentra sullo studio dei fenomeni che avvengono dopo che tutte le persone 
iniziano l’evacuazione, e non su tutto il tempo di evacuazione, tralasciando lo 
studio del tempo di pre-movimento. Così, si assume che tutte le persone 
cominciano a evacuare contemporaneamente dopo una determinata fase di 
pre-movimento e il tempo di evacuazione calcolato esclude il tempo di pre-
movimento. Nel modello, la struttura di base dell’edificio è rappresentata da 
una griglia bidimensionale. Ogni cella può essere vuota, occupata da un 
ostacolo/parete o occupata da esattamente una persona. Ciascun occupante 
può essere spostato solo nelle celle vuote. Ogni cella ha quattro stati: 0 se non 
è occupata, 1 se c’è un occupante la cui velocità è 1, 2 se c’è un occupante la 
cui velocità è 2 e 3 se è occupata da ostacolo/parete. La dimensione di una 
cella corrisponde a circa 0.4 x 0.4 m2. Si ipotizza un aggiornamento sincrono 
per tutti gli occupanti. Ed empiricamente la velocità media di uomo normale 
in uno stato nervoso può raggiungere 1.50 m/s. In tal modo un passo 
temporale nel modello è di circa 0.27 s, che è nell’ordine del tempo di 
reazione ed è coerente con le regole microscopiche adottate. Al fine di 
determinare la direzione di movimento di ciascun occupante, viene introdotto  
un grado di pericolo per descrivere la conoscenza del pericolo insito nel 
luogo da parte di ogni occupante. Questo può essere visto come una proprietà 
della cella. Generalmente, il grado di pericolo è determinato dalla distanza 
dall’uscita di sicurezza, cioè più vicini si è all’uscita e minore sarà il grado di 
pericolo della cella. Nel modello, se non si desidera definire il grado di 
pericolo di una stanza in anticipo, potrà essere utilizzato in seguito in maniera 
opzionale per descrivere una evacuazione più realistica in una fase detta di 
“familiarizzazione”, che viene prima della fase di evacuazione vera e propria. 
Nella fase di familiarizzazione, gli occupanti vengono introdotti nella stanza 
per ottenere familiarità con la costruzione ed i gradi di pericolo delle celle 
sono determinati in questa fase. Nella fase di evacuazione, ogni scelta del 
percorso da parte degli occupanti si basa sulla propria percezione della classe 
di pericolo della cella. 




In primo luogo, il modello viene utilizzato per simulare l’evacuazione da una 
grande aula con due uscite. Ci sono due tipi di occupanti in questa 
simulazione: l’uomo lento, la cui velocità è 1, e l’uomo veloce, la cui velocità 
è 2. Nella fase di evacuazione, tutti i 150 occupanti iniziano ad evacuare al 
passo temporale 1 e l’intera evacuazione consta di 131 passi temporali.  
 
Figura 6. 7 – Simulazione degli occupanti che evacuano da una classe; i rettangoli neri 
rappresentano gli ostacoli, un cerchio pieno rappresenta un uomo veloce, un cerchio vuoto 
rappresenta un uomo lento 
 
Sono state analizzate diverse fasi dinamiche e i risultati mostrano che, 
introducendo la fase di familiarizzazione, tutti gli occupanti riescono 
facilmente a trovare l’uscita nell’edificio pieno di ostacoli. Il metodo è 
veritiero in quanto in una stanza piena di fumo, se la visibilità è limitata, gli 
occupanti solitamente utilizzano angoli, ringhiere, etc. per aiutarsi 
nell’orientamento. 





Figura 6. 8 – Simulazione degli occupanti che evacuano da una stanza con densità di occupazione 
asimmetrica 
 
Un’altra simulazione è stata poi introdotta per studiare l’effetto della 
“premeditazione”, simulando l’evacuazione degli occupanti da una stanza 
con due uscite. In questa simulazione, all’inizio dell’evacuazione ci sono 
circa 45 occupanti nella parte sinistra della stanza e 90 occupanti nella parte 
destra. Tutti gli occupanti iniziano a muoversi allo stesso passo temporale 
di1. In linea con le regole adottate nel modello, in un primo momento ogni 
occupante si sposta verso l’uscita più vicina, ma poiché la parte destra ha più 
occupanti, una volta che gli occupanti della parte destra penseranno che 
possono evacuare prima dall’uscita sinistra prima, si sposteranno nella parte 
sinistra. Nella simulazione, circa 15 occupanti della parte evacueranno 
attraverso l’uscita di sinistra. Dai risultati si evince dunque che la 
premeditazione può modellare in buona misura l’intelligenza dell’essere 
umano. 
Inoltre, come esempio di applicazione alla progettazione degli edifici, il 
modello è stato utilizzato per studiare una evacuazione da un corridoio. Sono 
stati studiati due scenari, un corridoio comune di 2 celle di larghezza e 60 
celle di lunghezza;l’altro corridoio ha un allargamento di 6 celle nella parte 
centrale. Anche in questo caso, ci sono due tipi di occupanti: lento e veloce. 




Si suppone che 500 occupanti evacuino attraverso il corridoio da una grande 
sala gremita, nelle simulazioni la percentuale delle persone lente varia da 0-
100%. Per ciascuna percentuale, la simulazione viene eseguita nei rispettivi 
scenari con le stesse condizioni iniziali e le stesse condizioni al contorno. 
Graficando il costo totale temporale con diverse percentuali di uomini lenti si 
trovano diversi fenomeni interessanti. In primo luogo, il costo totale 
temporale aumenta con l’aumentare degli uomini lenti, ma quando la 
percentuale di uomini lenti è maggiore di circa l’85% (circa l’80% per il 
corridoio allargato) il tempo totale inizia a diminuire. Questo significa che 
quando vi è una sola velocità, l’efficienza dell’evacuazione è maggiore di 
quando ci sono due velocità coesistenti. Ciò è dovuto al fatto che, quando vi è 
una sola velocità, il sorpasso tra le persone è poco e l’evacuazione può essere 
vista come il raggiungimento di uno stato stabile e coerente in movimento.  
 
Figura 6. 9 – Costo totale di tempo con differenti percentuali di uomini lenti 
 




Tuttavia, è inevitabile che in una evacuazione vera e propria coesistano 
diversi tipi di persone. L’esistenza di una piccola percentuale di uomini lenti 
(o veloci) comporterà che passi più tempo rispetto alla situazione con solo 
uomini veloci (o uomini lenti).  
 
Figura 6. 10 – Simulazione di occupanti che evacuano attraverso due differenti corridoi da 
sinistra a destra; b), d) hanno una parte allargata nel mezzo. a), b) la percentuale di uomini lenti è 
il 100%; c), d) la percentuale di uomini lenti è lo 0% 
 
Studiando la dimostrazione dinamica del processo di evacuazione, si trova 
che l’esistenza degli uomini lenti impedisce che gli uomini veloci vadano 
avanti senza intoppi, l’uomo veloce deve passare da una “corsia” ad un’altra 
di frequente, e questo aumenta notevolmente il costo totale del tempo. 
Inoltre, quando la percentuale di uomini veloci è bassa, il passare di frequente 
da una corsia all’altra da parte degli uomini veloci influisce sul processo 
stabile dell’uomo lento. Da qui si comprende come sia davvero importante 




per l’evacuazione di un occupante mantenere uno stato coerente di 
movimento.  
In secondo luogo è stato studiato l’effetto delle caratteristiche costruttive, 
quando la percentuale di uomini lenti è quasi 0 o 100%, l’esistenza di una 
parte allargata fa diminuire l’efficienza dell’evacuazione.  
 
Figura 6. 11 – Efficienza degli occupanti che evacuano attraverso due tipi di corridoi con la 
percentuale di uomini lenti: a) 0%; b) 2%; c) 10%; d) 60%; e) 95%; f) 100% 
 




Questo perché l’allargamento porta un disturbo ai pedoni, in quanto ognuno 
cerca di superare l’altro nell’area ampia e preme di nuovo nel flusso 
principale alla fine dell’allargamento. Quindi la fine dell’allargamento agisce 
come un collo di bottiglia, e porta a rallentamenti e ingorghi. 
Tuttavia, quando la percentuale di uomini lenti è compresa tra 2 e 95% circa, 
gli occupanti che evacuano attraverso il corridoio con l’allargamento usano 
meno passaggi temporali rispetto a quando attraversano il corridoio comune. 
Questo perché, in realtà, gli uomini lenti sono spesso sul percorso degli 
uomini veloci, così la parte ampliata fornisce un luogo per l’uomo veloce per 
superare gli uomini lenti, e quindi in questa situazione la parte allargata 
agisce come una valvola.  
 
Figura 6. 12 – Simulazione di occupanti che evacuano attraverso due differenti corridoi da 
sinistra a destra con la percentuale di uomini lenti pari al 20%. a) corridoio comune; b) corridoio 
con apertura 
 
Da questa analisi non è facile giudicare se l’introduzione di una parte 
ampliata andrà a beneficio o meno dell’evacuazione. Il suo vantaggio è legato 
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I comportamenti umani e la capacità di evacuare durante un incendio possono 
essere influenzati in modo significativo dalle condizioni ambientali come la 
disposizione dell’edificio e la distribuzione del fumo, e quindi la 
modellazione del comportamento umano deve essere basata su considerazioni 
riguardanti queste caratteristiche. Questo lavoro presenta un modello di 
evacuazione al fuoco da un luogo chiuso che consenta una rappresentazione 
completa dell’interazione tra le variabili essenziali, cioè ambiente, occupanti 
e prodotti della combustione. La tecnologia GIS (Geographic Information 
System) è stata applicata nel modello per analizzare le distribuzioni delle 
variabili essenziali e sostenere la modellazione delle interazioni uomo-fuoco, 
che includono i comportamenti umani durante l’evacuazione e i pericoli 
dovuti ai gas dell’incendio. Sono state modellate, sulla base di elementi 
progettuali e della combinazione delle regole formulate, sette categorie di 
comportamenti: attività di pre-evacuazione, evacuazione, seguire la folla, 
muoversi attraverso, strisciare, tornare indietro e aspettare. L’inserimento 
dell’analisi spaziale e della modellazione del comportamento basato su regole 
permette ai comportamenti simulati di adattarsi allo sviluppo di ambienti 
sottoposti ad un incendio. Infine i risultati della simulazione, presentati 
quantitativamente, sono stati visualizzati in un ambiente 3D in cui sono stati 
creati scenari di incendio virtuali in tempo reale. Un esempio di simulazione 
dimostra che l’uso del modello può supportare piani che riguardano le 
costruzioni in materia di sicurezza antincendio e può migliorare la 
comprensione del processo di evacuazione antincendio.  
Nello specifico, come esempio di simulazione è stato considerato un palazzo 
di quattro piani con degli uffici al suo interno. La superficie dell’edificio è 
pari approssimativamente a 60 m x 30 m con uffici e sale per le conferenze. 




Ogni piano ha un layout simile con quattro uscite. La sorgente del fuoco è 
supposta essere collocata in un angolo di una sala computer sul terzo piano. Il 
carico di incendio è stato impostato pari a 1000 kW in base alla dimensione 
spaziale  e in base ai quantitativi di carburante, e la temperatura della 
superficie della sorgente di fuoco è di 500° C. Sono state prese in 
considerazione la ventilazione attraverso le finestre e le porte, ma non è stata 
considerata l’influenza del clima esterno. 
Su ogni piano sono stati generati in modo casuale 150 occupanti con date 
posizioni iniziali, il che ha reso una popolazione evacuante totale di 600 
persone. Si è ipotizzato che nessun occupante si trovasse nelle scale 
inizialmente. Il tempo di pre-movimento è stato impostato a 60 s per gli 
occupanti sul piano 3, quando il fuoco ha iniziato a divampare, 70 s per chi è 
sul piano 4 in cui si diffonde il fumo e 80 s per gli altri piani secondo i dati 
relativi ai tempi di pre-movimento degli occupanti.  
 
Figura 6. 13 – Curva cumulativa degli occupanti che passano attraverso le uscite sul piano 4 
 




La simulazione dell’incendio mostra che sul piano 3 il fumo principalmente 
si accumula nella camera che sta bruciando e nelle rientranze adiacenti con 
un po’ di propagazione del fumo fuori dall’edificio attraverso la ventilazione. 
Appena il fuoco aumenta, la forza di trazione verticale dal cortile interno 
causa l’innalzamento del fumo verso il piano 4. La simulazione ha dato un 
valore di picco del tasso totale di rilascio del calore pari a 2.127 MW a 254 s. 
La concentrazione media di CO nella camera che brucia aumenta dello 0,1% 
a 90 s. Così come per il fumo propagato al piano superiore, la concentrazione 
di CO in alcune zone sul piano 4 si trova vicino allo 0,03% a 180 s. Durante 
la simulazione, l’analisi spaziale ha valutato l’effetto della potenza dei 
prodotti tossici della combustione sugli individui interessati secondo i 
risultati della simulazione FDS e determina se gli individui affetti sono stati 
resi incapaci di uscire e sono rimasti intrappolati. 
Quando la simulazione termina, il sistema registra ogni movimento degli 
occupanti e abbozza i percorsi dell’evacuazione in un visualizzatore 2D. I 
percorsi trovati hanno indicato che gli occupanti sul piano si comportano in 
maniera separata all’interno delle stanze e aggregata nei corridoi. Deviazioni 
si verificano intorno alle stanze colpite dal fumo e nei corridoi. Va osservato 
che la maggior parte degli occupanti vicino alla camera che brucia ha scelto 
di evacuare attraverso l’uscita 1, perché l’uscita 1 è stata meno colpita dal 
fuoco dell’uscita 3. Le evacuazioni sui restanti tre piani sono parallele e il 
tempo di evacuazione dipende principalmente dal layout del piano e da 
caratteristiche dinamiche, quali la densità della popolazione e le  distribuzioni 
del fumo. La congestione al vano scala può provocare lunghi tempi di attesa 
per accedere alla scala e questo provoca un tempo di sfollamento del piano 
più lungo. I Piani 3 e 4 hanno un tempo di sfollamento più lungo rispetto al 
piano 2 a causa dell’impatto del fuoco. I tempi di sfollamento delle scale 
aumentano dal livello 4 al livello 1 appena il flusso si muove verso il basso 
lungo la tromba delle scale. 




Per confrontare l’attrattività delle uscite, è stato messo un contatore ad ogni 
uscita sul piano 4 a contare gli occupanti al passare del tempo. Dai dati 
raccolti si può vedere che l’uscita 1 è l’uscita principale per il piano, mentre 
meno di 10 occupanti hanno scelto l’uscita 3 per evacuare in base a 
considerazioni sull’incendio. Una piccola percentuale di occupanti devia nel 
fumo, il che ha reso le loro risposte diverse da quelle degli altri e ha causato 
una lunga coda sulle curve di uscita 1 e uscita 4. Le prestazioni della 
simulazione possono essere esaminate attraverso un visualizzatore 3D. La 
congestione si è verificata intorno alle aree dove i flussi convergono dalle 
diverse direzioni, ad esempio nelle scale. La Figura 6.14 mostra il fenomeno 
che segue quando gli occupanti si stanno dirigendo all’uscita di destinazione 
sul piano 1.  
 
Figura 6. 14 – Uscita delle persone sul Piano 1 
 
 




Poiché il lato destro dell’edificio ha solo una uscita sul piano 1, può essere 
inserito un ingresso per mitigare la possibile congestione nella zona di uscita 
(cerchiato in Figura 6.14). Una uscita larga per stanze ampie come le aule per 
le conferenze deve poter essere aumentata per un flusso maggiore in caso di 
elevata densità di popolazione. In Figura 6.15 viene illustrato il 
comportamento dello strisciare sotto lo strato di fumo sul piano 3.  
 
Figura 6. 15 –  Il comportamento dello strisciare sotto lo strato di fumo 
 
Una visione globale della simulazione dell’evacuazione al fuoco dal piano 1 
al piano 3 è mostrata in Figura 6.16.  
 





Figura 6. 16 – Vista 3D della simulazione dell’evacuazione a causa dell’incendio dal piano 1 al 
piano 3 
 
Si può vedere che il visualizzatore 3D è in grado di creare in tempo reale uno 
scenario virtuale di evacuazione al fuoco. Gli effetti del fumo sono stati 
generati corrispondentemente alla simulazione dell’incendio da FDS e i 
movimenti delle persone sono stati associati con i risultati della simulazione 
dell’evacuazione. 
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Il comportamento umano in caso di incendio è studiato principalmente da 
valutazioni di incidenti ed esperimenti reali, quali esercitazioni antincendio 
senza preavviso. La possibilità di adottare una realtà virtuale per lo studio del 
comportamento umano negli incendi finora è stata scarsamente adottata dai 
ricercatori. Tuttavia, l’applicazione di una valutazione comportamentale e 
uno strumento di ricerca (BART) in una realtà virtuale dovrebbe essere un 
prezioso supporto ad integrazione dei metodi di ricerca esistenti. Lo 
strumento innovativo sarà validato confrontando i risultati di esperimenti in 
un ambiente virtuale con i risultati degli esperimenti stessi nella vita reale. In 
questo lavoro sono stati riportati alcuni risultati di casi di studio sul 
comportamento nel caso di una evacuazione in un edificio reale, nonché in un 
edificio virtuale in BART. Parte dell’analisi comprende la scelta del percorso 
dei partecipanti, il tempo di pre-movimento, il comportamento di pre-
evacuazione, il tempo di movimento e il comportamento durante 
l’evacuazione. 
Uno dei casi maggiormente considerati nella ricerca sul comportamento 
umano in caso di incendio è l’Hotel, in quanto tali strutture hanno un profilo 
di rischio alto: la maggior parte degli ospiti non ha familiarità con l’edificio e 
con le vie di fuga. Di conseguenza, gli ospiti dell’hotel sono in parte 
dipendenti da un team di evacuazione dell’edificio (Building Evacuation 
Team, BET) in caso di emergenza. Pertanto, gli esperimenti consistono in 
esercitazioni antincendio a sorpresa in un hotel di notte. Inoltre, i soggetti del 
test devono evacuare individualmente, senza assistenza dei BET. Le camere 
che vengono utilizzate nella ricerca sperimentale si trovano al primo piano. 
La pianta del primo piano è paragonabile alla pianta del piano terra.  





Figura 6. 17 – Planimetria del piano dell’hotel sottoposto al test 
 
Sono stati condotti test in tre situazioni o scenari. Nel primo scenario 
(scenario di base) non è stato cambiato niente nelle impostazioni di base 
dell’hotel. Nel secondo scenario (scenario del fumo) un incendio viene 
simulato facendo uscire del fumo dalla camera di un hotel nel corridoio. Il 
fumo nei corridoi blocca il percorso verso l’ingresso principale. Nel terzo 
scenario (scenario dei segnali di uscita) viene simulato un incendio e anche i 
cartelli verdi che indicano l’uscita sono messi sul livello del pavimento, 
invece che a  livello del soffitto. Negli scenari sperimentali sono state 
implementate le informazioni già note in letteratura. 
Per convalidare ADMS-BART sono stati confrontati i risultati dello scenario 
di base, di fumo e dell’uscita in un hotel vero e proprio con questi scenari in 
un  hotel virtuale. 





Figura 6. 18 – Scenari di validazione 
 
All’inizio degli esperimenti, sia nell’hotel reale che in quello virtuale, il 
partecipante era presente (o virtualmente presente) in una delle 11 camere 
selezionate dell’hotel. In entrambi gli ambienti i partecipanti sono stati 
allarmati da un messaggio vocale, visto che in letteratura si è constatato che 
un allarme antincendio dato mediante un messaggio vocale, o mediante 
comunicazione di direttive da parte del personale, è preso molto seriamente 
da parte degli occupanti presenti in un edificio. Il messaggio è stato dato per 
mezzo di una chiamata telefonica, per non allarmare tutti i partecipanti allo 
stesso tempo, ma singolarmente, per osservare il loro comportamento 
individuale. 
Un test ANOVA a una via è stato condotto per tutti e tre gli scenari nel 
complesso ed esso dimostra che vi è una significativa differenza per genere 
(p<0.01). Nei test che sono stati utilizzati per l’analisi della validazione, la 
maggior parte dei partecipanti erano femmine. Nelle prove in ambiente 
virtuale, le donne erano una leggera maggioranza, mentre in ambiente reale, 
più di due terzi erano di sesso femminile. Poiché tutti i gruppi di test 
contengono 20 o più casi, è stato opportuno eseguire prove binomiali per le 




analisi di scenario. I risultati delle prove binomiali mostrano che la differenza 
di genere era significativa nello scenario con i segnali in uscita posti in basso 
(p = 0.050), così come nello scenario di fumo (p<0.01) e lo scenario di base 
(p<0.001). Il test ANOVA non ha evidenziato differenze significative per età 
tra gli scenari degli ambienti reale e virtuale. 
Con riferimento alla scelta delle uscite, le prove sono state condotte in tre 
situazioni o scenari. Nello scenario di base la maggioranza dei partecipanti è 
fuggita dall’uscita principale. Nello scenario di fumo e dell’uscita una 
minoranza è fuggita utilizzando l’uscita più vicina al fuoco. 
 
Figura 6. 19 – Immagini di scenario 
 
Con riferimento invece ai tempi di pre-movimento e movimento, si ha che, 
come mostrato in letteratura, il processo di evacuazione è caratterizzato 
sicuramente da tre attività di base, vale a dire validazione delle indicazioni, 
processo decisionale e movimento verso un luogo sicuro. Teoricamente le 
attività di base possono essere convertite in fasi del processo di evacuazione, 
vale a dire il tempo di validazione delle indicazioni, il tempo per il processo 
decisionale e il tempo di movimento/rifugio. L’ultimo tempo è indicato anche 
come fase di movimento. Il tempo di validazione delle indicazioni e il tempo 
per il processo decisionale insieme vengono indicati come fase di pre-
movimento. 




Sono stati misurati i periodi temporali delle tre attività. In questo studio la 
prima indicazione è costituita da una telefonata. Il tempo tra la chiamata e il 
mettere giù il telefono è il tempo di allarme. Il tempo tra il mettere giù il 
telefono e aprire la porta della camera (per l’ultima volta) è il tempo di 
reazione. Il tempo di movimento è il tempo tra l’apertura della porta della 
camera dell’hotel e la porta di uscita dalle fiamme o il momento di arrivo 
presso la reception. Inoltre è stata misurata la distanza (approssimativa) a 
piedi e quindi è stato possibile determinare la velocità a piedi dividendo la 
distanza a piedi per il tempo di movimento.  
Per quanto riguarda la sicurezza ed il comportamento durante l’evacuazione, 
si ha che prima e durante l’evacuazione sono stati osservati particolari 
comportamenti di sicurezza antincendio, come ispezioni del percorso di fuga, 
utilizzando le planimetrie di evacuazione che sono state collocate nei corridoi 
e sulle porte delle stanze dell’hotel ed utilizzando le indicazioni verdi per 
l’uscita nel corridoio. Nei questionari erogati alle persone è stato chiesto 
anche questo comportamento di sicurezza antincendio. 
Successivamente è stata condotta la validazione per ciascuno dei tre scenari. 
Per la validazione in assoluto, i dati raccolti nei due ambienti testati sono stati 
confrontati per ogni scenario. Un Test binomiale non parametrico è stato 
utilizzato per testare le possibili differenze nella scelta di una uscita (uscita 
principale, uscita più vicina al fuoco o altra uscita). I due campioni 
indipendenti T-test sono stati utilizzati per verificare le eventuali differenze 
nel tempo di movimento per scegliere l’uscita (in secondi). Nella validazione 
relativa sono state analizzate le similitudini nella grandezza e nella direzione 
degli effetti in ambiente reale e virtuale. Per verificare la validità relativa tra 
la scelta dell’uscita negli ambienti di test virtuali e reali, è stata condotta 
un’analisi della varianza a due fattori (ANOVA). 




Per l’analisi assoluta, i risultati del test binomiale mostrano anche una 
significativa differenza nella scelta dell’uscita tra l’ambiente virtuale e reale 
nello scenario con i segnali di uscita posti in basso (p<0.01). Non vi è alcuna 
differenza significativa nella scelta dell’uscita tra i due ambienti negli altri 
due scenari. Non esiste una spiegazione chiara per le differenze trovate. Forse 
i risultati dei test nello scenario con i segnali di uscita posti in basso 
nell’ambiente virtuale sono stati influenzati da differenze ancora da scoprire 
nella composizione del gruppo. 
I risultati sono stati forniti per tutti i test per ogni scenario, per il gruppo di 
partecipanti che è fuggito tramite l’uscita principale e per i partecipanti che 
sono fuggiti attraverso l’uscita sottoposta al fuoco. 
Per l’analisi relativa, sono stati analizzati due tipi di impatto, cioè l’impatto 
del fumo sulla scelta dell’uscita e l’impatto della posizione delle indicazioni 
dell’uscita sulla scelta dell’uscita. Nello scenario senza fumo percepibile 
nell’ambiente reale, una lieve minoranza (45%) dei partecipanti è scappata 
attraverso l’uscita più vicina al fuoco, mentre negli scenari con fumo 
percettibile, la maggioranza dei partecipanti è scappata attraverso l’uscita più 
vicina al fuoco (64% negli scenari di fumo e 75% nello scenario con i segnali 
di uscita posti in basso). Si ipotizza che quando il fumo blocca il percorso 
verso l’uscita principale, gli sfollati sono più propensi ad evacuare tramite 
l’uscita più vicina al fuoco. Questo è vero sia per lo scenario di fumo che per 
quello con i segnali di uscita posti in basso. Tuttavia, una frazione 
considerevole di occupanti (31%) sono scappati verso l’uscita principale, 
anche se il percorso è stato bloccato dal fumo. In una situazione di incendio 
reale, questo comportamento avrebbe forse causato il ferimento delle 
persone. Pertanto, devono essere adottate misure per convincere gli occupanti 
ad evacuare attraverso l’uscita più vicina al fuoco. 




Per l’analisi di validità relativa, l’influenza della posizione dei segnali di 
uscita sulla prestazione umana della risposta al fuoco è stata determinata 
confrontando i risultati delle prove nello scenario con i segnali di uscita in 
basso con i risultati delle prove nello scenario del fumo. I risultati dell’analisi 
della varianza a due fattori (ANOVA) mostrano che la scelta dell’uscita non è 
significativamente diversa per l’effetto principale dello scenario. Tuttavia, 
l’ANOVA ha rivelato un effetto di interazione tra lo scenario e l’ambiente 
sulla scelta dell’uscita e questo significa che l’effetto della posizione dei 
segnali di uscita è probabilmente diverso negli ambienti virtuale e reale. 
Nell’analisi di validazione assoluta, si era già constatato che la scelta di una 
uscita in un ambiente virtuale non è conforme con il presupposto che 
relativamente più partecipanti evacueranno attraverso l’uscita più vicina al 
fuoco rispetto allo scenario del fumo e allo scenario con i segnali di uscita in 
basso. In particolare, nello scenario del fumo, il 74% dei partecipanti è 
scappato tramite l’uscita più vicina al fuoco, rispetto al 48% dei partecipanti 
nello scenario con i segnali di uscita posti in basso. D’altra parte, 
l’assunzione è risultata essere veritiera in un ambiente reale, dove più 
partecipanti (75%) sono scappati tramite l’uscita di sicurezza più vicina nello 
scenario con i segnali di uscita in basso rispetto allo scenario di fumo 
(64,1%). Pertanto, un’ulteriore analisi dei fattori che eventualmente 
influenzano la scelta dell’uscita è necessaria per studiare i probabili effetti 
diversi della posizione dei segnali di uscita negli ambienti virtuali e reali. 
In conclusione, nello scenario di base, la maggior parte dei partecipanti è 
fuggita attraverso l’uscita principale. Nello scenario del fumo e nello scenario 
dei segnali di uscita la minoranza  è fuggita utilizzando l’uscita più vicina al 
fuoco. Questo indica che la presenza di fumo nel percorso verso l’uscita 
principale ha influenza sulla scelta del percorso. 
Sia nell’hotel reale che in quello virtuale il tempo di reazione medio è più 
breve negli scenari di fumo percettibile rispetto agli scenari di base (senza 




fumo percettibile). Anche i tempi di spostamento medio sia per l’hotel reale 
che per quello virtuale sono più veloci negli scenari con fumo percettibile 
rispetto ai tempi di movimento nello scenario senza fumo percettibile. La 
relazione tra fumo percettibile e tempo di reazione non può essere spiegata se 
non con il fatto che il fumo era percepibile solo dopo che il partecipante 
aveva aperto la porta oppure era entrato nel corridoio. Tuttavia, la velocità di 
movimento maggiore negli scenari con il fumo percettibile indica che il senso 
di urgenza è maggiore se c’è fumo presente nel corridoio. 
L’analisi di validazione assoluta ha rivelato che non vi è alcuna differenza 
significativa nella scelta tra l’uscita reale e l’ambiente virtuale per lo scenario 
di base e lo scenario di fumo. Tuttavia, nello scenario con i segnali di uscita 
in basso, una differenza significativa (p<0.01) si trova nella scelta dell’uscita. 
In un ambiente virtuale, questa si discosta dal presupposto che se i segnali di 
uscita sono posti a livello del pavimento (scenario con i segnali di uscita in 
basso) più partecipanti tendono ad evacuare attraverso l’uscita più vicina al 
fuoco rispetto al caso in cui i segnali di uscita sono posti a livello del soffitto 
(scenario del fumo). Questo risultato è controintuitivo; pertanto, necessita di 
ulteriori analisi. Non vi è alcuna differenza significativa tra i tempi di 
movimento nello scenario di base e nello scenario con i segnale di uscita in 
basso, anche se ci sono differenze significative nello scenario di fumo per 
l’evacuazione attraverso l’uscita più vicina al fuoco p<0.05), così come 
attraverso l’uscita principale (p<0.01). Queste differenze possono essere 
spiegate con l’utilizzo di una velocità di movimento fissa in ADMS-BART. 
L’analisi di validazione relativa ha rivelato che ADMS-BART può essere 
considerato un valido strumento di supporto per la ricerca sulle prestazioni di 
wayfinding. Sono stati analizzati due tipi di impatto, cioè l’impatto del fumo 
sulla scelta dell’uscita e l’impatto della posizione delle indicazioni per 
l’uscita sulla scelta dell’uscita. Si è riscontrato che non vi è alcun motivo di 
ritenere che l’effetto del fumo sia diverso negli ambienti virtuali e reali. 




D’altra parte, l’analisi di validazione relativa dell’effetto della posizione dei 
segnali di uscita ha rivelato che l’effetto è probabilmente differente 
nell’ambiente virtuale e reale. Questa differenza è probabilmente causata da 
un risultato incoerente nell’analisi di validazione assoluta, come la scelta 
dell’uscita nello scenario con i segnali di uscita in basso in un ambiente 
virtuale non è conforme con il presupposto che nello scenario con i segnali di 
uscita in basso relativamente più partecipanti evacueranno attraverso l’uscita 
più vicina al fuoco rispetto allo scenario di fumo. 
Quando non sono percepiti segnali di un incendio vero e proprio diversi dal 
messaggio di allarme antincendio, gli occupanti esitano ad utilizzare una 
uscita di sicurezza ed è probabile che devieranno dal loro percorso iniziale 
girando al fine di utilizzare la familiare “uscita normale”. Pertanto, sono 
necessari segnali aggiuntivi per confermare la necessità di utilizzare l’uscita 
più vicina al fuoco. Un sistema di guida del percorso con indicazioni per 
l’uscita è una misura di sicurezza antincendio che può convincere gli 
occupanti ad utilizzare l’uscita più vicina al fuoco. Nello scenario di base, 
quasi la metà dei partecipanti ha fatto uso dei segnali di uscita, e circa i due 
terzi dei partecipanti nei due scenari con fumo percettibile in ambiente reale 
ha affermato di aver utilizzato i segnali di uscita. Una differenza significativa 
nella scelta dell’uscita è stata trovata tra i partecipanti che hanno fatto uso dei 
segnali di uscita e quelli che non ne ha fatto uso nello scenario di base e nello 
scenario con segnali di uscita posti in basso. Ciò indica che l’influenza dei 
segnali di uscita è molto più forte quando il fumo è percettibile. Se il fumo è 
presente, l’influenza è significativamente più forte quando i segnali di uscita 
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CASE STUDY: IMPLEMENTAZIONE DI UN MODELLO 







L’analisi di tipo top – down condotta sino a questo punto ha permesso di 
analizzare nello specifico la gestione del rischio incendio ed i parametri 
fondamentali da considerare per una corretta evacuazione in caso di 
emergenza. 
 
Lo step successivo consisterà nello sviluppare un case study che consenta di 
mettere in luce come la simulazione possa essere utilizzata come integrazione 
alle tradizionali tecniche per la progettazione e la formazione antincendio, 
così da determinare piani di evacuazione dinamici. 
 
Nello specifico, nel presente capitolo, partendo da uno studio preliminare 
sull’andamento dei fumi e dei tempi di evacuazione (statici) all’interno di 
uno stabilimento industriale in seguito al verificarsi di un incendio, si è 
implementato un modello che permettesse di verificare, tramite la 
simulazione, in che modo il comportamento umano influisse sulle modalità e 
sui tempi di fuga. 
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7.1 Studio Preliminare 
 
Tratto da: Simulazione di incendio in un reparto di produzione di uno 
stabilimento industriale mediante modello CDF: FDS2 Applicato allo studio 
dell’andamento dei fumi. A. Ferrari, G. Coppola, L. Nigro [1]. 
 
Lo scopo dello studio è quello di prevedere l’andamento dei fumi prodotti da 
un incendio campione, definito in base alla quantità e al tipo di materiale 
combustibile, innescatosi all’interno di uno stabilimento industriale. Per fare 
ciò si è utilizzato un modello di simulazione CFD (Computational Fluid 
Dynamics) denominato FDS (Fire Dynamics Simulator) che simula 
l’incendio e ne predice gli effetti. Ad esso è associato Smokeview che è un 




7.1.1 I materiali combustibili 
 
In seguito ad una ispezione è stato possibile valutare la presenza di materiale 
combustibile nell’area contraddistinta da percorsi di esodo di lunghezza 
elevata. È stato identificato il maggior carico di incendio come quello 
costituito dallo stoccaggio di materiale destinato all’imballo dei prodotti 
dolciari, in particolare: 
 40 scatole da 6 kg ciascuna in cartone ondulato e contenenti vaschette 
in polistirolo non espanso per un totale di 240 kg;  
 L’area della superficie occupata a pavimento dal materiale è di circa 
3,5 m2 (1 m per 3,5 m), per un’altezza di 1,5 m. 
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Determinata la tipologia del materiale è stato poi possibile definire la 
reazione chimica di combustione da utilizzare nel modello (polystyrene) in 
modo tale da prevedere la quantità di fumi prodotta dall’incendio ed il loro 
andamento spazio-temporale nel modo più accurato. 
Per quanto riguarda l’accensione del combustibile si è fatto ricorso ad una 
sorgente di modesta potenza (60 kW) ma sufficiente a rendere possibile 
l’instaurarsi della combustione del materiale in tempi dell’ordine della decina 
di secondi. 
Per la determinazione dei tempi di evacuazione non è significativa la durata 
della fase di incubazione (di cui non è possibile conoscere l’inizio e 
l’andamento) quanto piuttosto l’instante in cui l’incendio risulta essere 
rivelato. 
È noto (Drysdale D., 1998, p. 323 [2]) che nel caso di un fenomeno reale il 
tempo di incubazione dell’incendio è variabile e può dipendere da numerosi 
fattori, come ad esempio la natura dell’innesco, la sua posizione e le proprietà 
del primo elemento incendiato. Tuttavia, una volta raggiunta la temperatura 
di accensione del combustibile, lo sviluppo dinamico dell’incendio sino al 
valore di potenza erogata a regime può essere descritto mediante un profilo 
parabolico (Drysdale D., 1998, p. 323 [2]; Quintiere, 1998, p.123 [3]) 
secondo la relazione introdotta da Heskestad (Heskestad, 1991 [4]): 
                                             	 = α ( t – t0)2       [kW]                                 (7.1) 
essendo 	 la potenza rilasciata dall’incendio, α [kW/s2] un parametro di 
proporzionalità caratteristico del combustibile e della sua velocità di 
combustione, t  il tempo e t0 il tempo corrispondente alla lunghezza del 
periodo di incubazione. 
Ne consegue che agli effetti della determinazione dei tempi di evacuazione 
non è significativa la durata della fase di incubazione - di cui nella realtà in 
generale non è possibile conoscere l’inizio e l’andamento - quanto piuttosto 
l’istante in cui l’incendio risulta essere rivelato, che a sua volta dipende con 
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legge parabolica dall’istante in cui il combustibile viene coinvolto dal 
processo di combustione vero e proprio. 
In definitiva, come sorgente di innesco dell’incendio, è stato utilizzato un 
focolaio della potenza costante di circa 60 kW a partire dall’istante t=0 e 
collocato in prossimità della base del materiale combustibile. 
 
 
7.1.2 Geometria dell’edificio 
 
L’area della simulazione è costituita da una porzione di fabbricato di 
ampiezza pari a 20 m, lunghezza 122 m ed altezza pari a 9 m. La copertura a 
doppia falda è ottenuta mediante tegoli a doppia T poggiati su travi. 
 
 
Figura 7. 1 - Area della simulazione 
 
Il modello FDS consente di descrivere con accurata precisione tutti i 
particolari geometrici (ad esempio gli elementi del timpano). Tale 
caratteristica è essenziale per poter ottenere un andamento dei fumi 
verosimilmente rispondente alla realtà. 
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L’incendio è stato collocato approssimativamente al centro e le condizioni 
alle estremità del dominio di simulazione (60 m dal centro in direzioni 
opposte) sono state modellate come aperte verso il resto dello stabilimento. 
 
 
7.1.3 Verifica dei parametri di simulazione e del modello di fuoco 
campione 
 
La descrizione del dominio di simulazione è stata poi verificata mediante 
l’esecuzione di alcuni run test del programma di simulazione e l’analisi 
grafica dei risultati con Smokeview. È stata realizzata una serie di 
simulazioni a geometria ridotta al fine di ottenere, in tempi brevi, risultati che 
consentissero lo studio e la verifica del modello del fuoco campione. 
 
Figura 7. 2 - Simulazione del fuoco campione a geometria ridotta 
 
Tali run di verifica dell’assetto della simulazione hanno il fine di evidenziare 
eventuali comportamenti difformi da quanto atteso in base alla teoria della 
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dinamica dell’incendio e nello specifico non si sono riscontrate anomalie. 
Inoltre è stato necessario definire il tipo e le modalità di produzione e di 
visualizzazione dei dati prodotti dalla simulazione, scegliendo di produrre 
risultati sia sotto forma di tabelle con i parametri numerici di interesse, sia di 
immagini di più immediata interpretazione. 
 
 
7.1.4 Fasi temporali dello sviluppo dell’incendio in relazione 
all’esodo 
 
 Ignizione: la fase di innesco dell’incendio non è molto significativa ai fini 
della simulazione in quanto per l’accensione è stata utilizzata una 
sorgente di modesta entità che nell’ambito del range di potenza di 
incubazione dell’incendio ha condotto all’accensione del combustibile in 
circa 28 secondi. 
 Rivelazione dell’incendio: nell’area oggetto della simulazione non sono 
presenti rivelatori di incendio automatici, tuttavia sono presenti pulsanti di 
allarme manuale. Di conseguenza non essendo verosimile la possibilità 
che l’eventuale incendio venga rivelato fin dalle fasi precoci di 
incubazione, come istante di rivelazione si è assunto il momento in cui 
l’incendio produce fumo in quantità apprezzabile e fiamma, aumentato di 
un margine di 60 secondi. Si assume quindi come instante di accensione t0 
l’istante in cui fiamma e fumo divengono visibili e precisamente t0 = 28 s. 
Per cui si avrà che:  
                                trivelazione incendio = 88 s                                                  (7.2) 
 Inizio processo di evacuazione: tra l’istante di rivelazione 
dell’incendio ed il momento in cui il processo di evacuazione 
ha effettivamente inizio può intercorrere un ritardo che, 
dipendendo da molteplici fattori, può essere in generale 
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stimabile in 60-120 secondi. Per quanto riguarda l’oggetto 
dello studio, l’intervallo di inizio evacuazione è stato 
conservativamente ritenuto pari a 2 minuti, di conseguenza:  
                                 tinizio evacuazione = 120 s                                                 (7.3) 
 Completa Evacuazione: il percorso di esodo più sfavorito è di 
lunghezza pari a 90 m. Assumendo in modo cautelativo che la 
velocità di spostamento sia pari a 0,5 m/s, valore inferiore alla 
metà del valore di velocità di esodo tipicamente adottato in 
letteratura per condizioni normali, è possibile determinare il 
tempo necessario per raggiungere un luogo sicuro a partire 
dalla postazione di lavoro più sfavorita:  
                                  tluogo sicuro = 180 s                                                      (7.4) 
 Tempo di evacuazione complessivo: il tempo di evacuazione 
complessivo considerato a partire dall’istante in cui l’incendio 
viene rivelato può essere così determinato: 
t complessivo = tinizio evacuazione  + t luogo sicuro  + margine di sicurezza = 120s +   
                     180s + 60s = 360 s                                                                 (7.5) 
 
 
Figura 7. 3 - Andamento temporale del processo di esodo 
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7.1.5 Andamento temporale della potenza rilasciata 
 
Nella figura 7.4 sono riportati i primi dieci minuti di simulazione (dei 15 
totali) in cui l’incendio mostra il tipico andamento parabolico crescente, 
secondo la relazione introdotta da Heskestad (7.1), sino al valore di circa 4 
MW mantenuto a regime. 
 
 
Figura 7. 4 - Andamento temporale della potenza rilasciata dall’incendio (blu) ed andamento 
parabolico teorico (giallo) 
 
La costante di proporzionalità che si ricava dai dati prodotti dalla simulazione 
assume il valore:  
                                     α = 0,1384   [kW/s2]                                              (7.6)  
In base a queste considerazioni è possibile classificare la tipologia di 
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7.1.6 Andamento della distribuz
 
Nelle figure 7.5 e 7.6
intervalli di 60 secondi a partire dall’inizio della simulazione; in particolare 
le superfici delimitano porzioni del volume al di fuori delle quali
concentrazione di fumo è trascurabili ai fini della visibilità.
 
 
 Figura 7. 
 – Case study: implementazione di un
ione spazio-temporale dei fumi
 viene mostrata la distribuzione spaziale dei fumi ad 
 
5 - Distribuzione dei fumi ad intervalli di 60 secondi (I)
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7.1.7 Concentrazione dei fumi e condizioni di visibilità
 
Nell’immagine di Figura 7.7 è possibile notare come la concentrazione di 
fumo, evidenziata nel piano verticale lungo il percorso delle vie di esodo 
all’istante di completa evacuazione, s
dominio si mantengano condizioni di buona visibilità. Per ulteriore 
riferimento, si ricordi che l’altezza massima del dominio è pari a 9 metri.
Nella Tabella 7.1 è possibile valutare le concentrazioni di fumo relative 
posizioni poste lungo il dominio nel corridoio corrispondente alle vie di fuga, 
all’altezza di 2 e 5 m da terra (una in prossimità dell’incendio e due a circa 50 
m di distanza dall’incendio verso le due estremità del dominio).
 – Case study: implementazione di un
 
 - Distribuzione dei fumi ad intervalli di 60 secondi (II)
 
ia tale per cui nella parte bassa del 
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Figura 7. 7 – Concentrazione del fumo all’istante di completa evacuazione
La visibilità, ovvero la capacità di vedere oggetti attraverso il fumo, può 
essere ricavata conoscendo con
fumo. 
 – Case study: implementazione di un
 
Tabella 7. 1 – Concentrazione del fumo 
centrazione e caratteristiche di opacità del 
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Come è noto (Quintiere, 1998, p.162 [3]; Drysdale D., 1998, p. 381 [2]), 
l’intensità della luce monocromatica che attraversa la distanza L nel fumo è 
attenuata secondo la legge: 
                                                  


	= 	 	 
⁄                                                 (7.7) 
Il coefficiente di assorbimento K è ricavabile da un coefficiente di 
assorbimento riferito all’unita di massa Km caratteristico del combustibile e 
dalla densità del fumo, calcolata dalla simulazione. È stato utilizzato il valore 
Km = 7600 m2/kg, valore opportuno per combustione con produzione di 
fiamma di legno e plastica. 
La visibilità di un oggetto dipende inoltre dal tipo di illuminazione cui è 
sottoposto: nella simulazione, in via conservativa, si sono considerate le 
condizioni di visibilità riferite ad oggetti illuminati da fonti esterne. Nella 
Tabella 7.2 è indicata la visibilità calcolata, relativa ai medesimi punti del 
caso precedente; si noti che il valore 300 m indica il limite di visibilità non 
perturbata dall’incendio assunto in questo caso dal programma. 
Tabella 7. 2 – Condizioni di visibilità 
 
Si può quindi affermare che all’instante di completa evacuazione la 
concentrazione di fumo prevista dalla simulazione è tale da consentire 
condizioni di visibilità superiori a 90 m che è, come abbiamo detto in 
precedenza, la lunghezza del più sfavorito percorso di esodo. 
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7.2 Processo produttivo e layout di produzione 
 
Per poter sviluppare il modello di evacuazione è stato analizzato il processo 
produttivo all’interno del reparto oggetto di studio. L’impianto è adibito alla 
produzione di cioccolato-torrone-creme e più precisamente nell’area di 
interesse avvengono il confezionamento, la pallettizzazione e l’imballaggio. 
In Figura 7.8 si riporta il diagramma di flusso della produzione. 
 
 
Figura 7. 8 – Ciclo di produzione 
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Tutto il processo avviene lungo tre linee di produzione posizionate alla stessa 
distanza tra loro. Ad ogni linea è associato uno specifico prodotto: si avrà 
quindi: linea cioccolato, linea torrone e linea creme. Il reparto è stato poi 
suddiviso in diverse zone, ognuna contraddistinta da uno specifico colore, a 
cui corrispondono diversi percorsi di esodo. Attenendosi poi alle disposizioni 
legislative, è stato calcolato il numero di uscite di emergenza, di estintori, di 
segnali, etc. e sono stati collocati alla giusta distanza. Sempre rifacendosi allo 
studio preliminare, sono stati ritenuti assenti tutti gli impianti di spegnimento 
automatici (sprinkler). 
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Figura 7. 9 – Planimetria  
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7.3 Arena Simulation Software 
 
Il modello di simulazione considerato è stato costruito utilizzando il software 
Arena, ideato per sistemi operativi Windows e sviluppato dalla Rockwell 
Automation. Tramite Arena l’utente è in grado di: 
• Modellare i processi per definire, documentare e comunicare; 
• Simulare le future configurazioni del sistema per identificare le 
possibili opportunità di miglioramento; 
• Visualizzare le operazioni con animazioni grafiche e dinamiche; 
• Analizzare come il sistema evolve nella sua configurazione “classica” 
ed in quelle alternative in modo tale da poter scegliere quale sia la 
soluzione migliore per l’avanzamento del processo. 
Arena è innovativo perché il linguaggio di programmazione che utilizza, 
SIMAN, è incorporato all’interno di vari blocchi presenti nella schermata 
principale del software. In questo modo non è necessario scrivere righe di 
codice perché il processo di creazione diventa di tipo grafico/visivo. 
Gli elementi principali su cui si basa il software sono: 
▪ Entità: oggetti che attraversano il sistema e che tramite azioni ne 
modificano lo stato (clienti, veicoli, pezzi, etc); 
▪ Attributi: caratteristiche specifiche delle entità (tipo di lavorazione, 
tempo di arrivo, etc); 
▪ Risorse: elementi del sistema che vengono utilizzati dalle entità 
(macchine, inservienti, operatori, etc); 
▪ Variabili: grandezze caratteristiche del sistema (stato di una macchina, 
lunghezza della coda, etc); 
▪ Code: aree di attesa dove il movimento delle entità è 
momentaneamente sospeso. 
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7.3.1 L’ambiente Arena 
 
Per modellare un processo in Arena si utilizzano le tre aree principali della 
finestra dell’applicazione che sono la Flowchart View, la Spreadsheet View e 
la Project Bar.  
  
Figura 7. 10 – Ambiente di lavoro in Arena 
Nello specifico si ha: 
1) Flowchart View: è l’area che contiene i blocchi necessari alla 
costruzione del modello; 
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2) Spreadsheet View: è l’area all’interno della quale sono presenti i dati 
relativi ai moduli utilizzati per realizzare il diagramma di flusso 
rappresentativo del sistema; 
3) Project Bar: ospita i pannelli Basic, Reports e Navigate contenenti i 
principali oggetti con i quali si lavora. 
 
 
7.3.2 Descrizione dei moduli  
 
In Arena la modellazione avviene tramite i moduli, collegati tra loro in base a 
delle specifiche relazioni, che vanno a costituire il diagramma di flusso. 




Questo modulo è inteso come punto di inizio o di 
creazione delle entità. Le entità sono create usando 
uno scheduling o attraverso un Time between- arrival. 
Le entità create lasciano il modulo pronte ad essere 
processate. In questo modulo si può attribuire il tipo 
di entità che si vuole fare entrare. Tipici esempi: 
Arrivo dei documenti, arrivo di clienti in un servizio 




Questo modulo è inteso come punto di uscita delle 
entità che hanno attraversato il modello. Le statistiche 
delle entità sono registrate prima di uscire. Tipici 
esempi: I prodotti finiti che si immagazzinano o che 
vengono spediti, la dipartita da un servizio. 
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Questo è il modulo più importante nel tool di 
simulazione. Dentro di se ha le opzioni di seize e 
release della risorsa e del delay time della entità. 
Praticamente è come un ufficio dove le entità 
“cliente” entrano e se non c’è coda e la risorsa 
“impiegato” è libera allora viene occupata la risorsa 
(seize), viene processata (delay), ed infine se ne va 
liberando la risorsa (release). Una opzione particolare 
è il submodel dove se spuntata si può creare un 
sottomodello gerarchicamente inferiore. Tipici 
esempi: Servizio ad un cliente, Lavorazione di un 





Questo blocco logico permette le decisioni sotto 
condizione o sotto probabilità. Un esempio di 
condizione può essere il tipo di entità (if entità type is 
XXXX) oppure si può decidere che si abbiano 2 
uscite con assegnata una probabilità diversa (True 
75%, False 25%). Altro esempio di decisione può 
essere in funzione delle code in processi successivi 
(NQ(Process1.Queue)). Nelle opzioni si può 
specificare quante uscite si vogliono e di che 
tipo.Two-way-chance, 2-waycondition, N-way-
chance, N-way-condition. Tipici esempi: Invio di 
pezzi difettosi alla rilavorazione, controlli accettati vs 
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Questo modulo è stato progettato come un 
meccanismo di unione all’interno del modello di 
simulazione. Le entità possono essere unite 
temporaneamente o permanentemente. I batch 
temporanei prima di uscire dal modello devono essere 
separati attraverso un Separate Module. I batches 
(gruppi di entità uniti attraverso il batch) possono 
essere creati con qualunque numero di entità e 
possono essere fatti in base agli attributi. Le entità che 
arrivano al modulo sono messe temporaneamente in 
una coda fino a che non si soddisfa la condizione di 
unione. Appena raggiunta esce una sola entità. Tipici 
esempi: Collezionare n parti prima di montarle, unire 





Questo modulo può essere utilizzato sia per 
moltiplicare una entità in svariate oppure per separare 
un batch temporaneo. Si può anche specificare il 
costo ed il tempo da assegnare alle entità. Quando si 
ridivide un batch, l’entità temporanea formatasi 
sparisce e si recuperano le entità precedenti. Le entità 
usciranno nella sequenza in cui erano entrati nel 
Batch Module. Quando si duplica una entità 
l’originale esce da una parte e da un’altra i duplicati. 
Tipici esempi: Separare un gruppo di documenti, 
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Questo modulo è utilizzato per assegnare una 
variabile, un attributo, cambiare tipo di entità (entità 
type) o altre variabili di sistema. È possibile 
l’assegnazione multipla. Tipici esempi: Assegnare 
una priorità al cliente, cambiare il tipo di entità dopo 





Questo modulo è usato per collezionare statistiche. 
Sono disponibili vari tipi di osservazioni statistiche, 
incluse il time-between-exit dal modulo, statistiche 
dell’entità (tempo, costi, ecc), osservazioni generali 
fino ad arrivare a dei contatori con etichette. Tipici 
esempi: Registrazione di pezzi/ora, contare il totale 




Questo modulo definisce i vari tipi di entità, la loro 
rappresentazione grafica iniziale nella simulazione 
corrente. Si possono definire anche il costo iniziale, il 
costo di stazionamento e altri costi specifici. Tipici 
esempi: Semilavorati, oggetti in arrivo, documenti, 




Questo modulo assegna e modifica le regole delle 
code nei processi. La regola iniziale di base è la 
classica FIFO (First In First Out). C’è la possibilità di 
condividere la coda con più processi. Tipici esempi: 
Clienti in attesa di essere serviti, pallets in attesa di un 
trasporto. 
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Questo modulo contiene tutte le risorse del sistema 
simulato, incluso i loro costi e la disponibilità. La 
capacità di una risorsa (un macchinario che fa 2 pezzi 
alla volta) può essere fissa o variare nel tempo 
attraverso una schedulazione. Gli stati e le rotture 
delle risorse sono definibili in questo modulo. Tipici 
esempi: Equipaggiamento (macchinari, linee 




Questo modulo si usa assieme al Resource Module 
per definire lo scheduling della risorsa oppure si usa 
per definire gli arrivi assieme al Create Module. 
Tipici esempi: Orario di lavoro di persone, volume di 




Questo modulo dati definisce vari insiemi, incluso 
risorse, code, contatori, etichette, tipi di entità, e 
immagini di entità. L’insieme di risorse può essere 
utilizzato nei Process Module. Contatori ed etichette 
nei Record Module. Insieme di code nei Processi 
Avanzati (tra cui l’Hold Module, vedere più avanti). 
Tipici Esempi: Macchine che svolgono le stesse 





Questo modulo trattiene le entità in una coda in attesa 
o di un segnale (wait for signal) o di una condizione 
(scan for condition) o a tempo indefinito (saranno 
liberate da un Remove Module). Se una entità è 
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trattenuta tramite condizione essa rimarrà in questo 
modulo fino a che la condizione non diventi vera. 
Tipici Esempi: Semaforo che diventa verde, Attesa di 





Il Match Module allinea una quantità predefinita di 
entità su un massimo di 5 code differenti. A 
piacimento può essere scelto anche un attributo come 
metodo di scelta di matching.Quando una entità arriva 
al modulo è piazzata in una delle code che seguono 
gli entry point del blocchetto stesso. Soddisfatta la 
condizione di matching le entità partono allineate. 
Tipici Esempi: Assemblaggio di parti, raccolta di 





Questo modulo è usato per leggere dati da un file 
esterno di input oppure da tastiera e assegnarli ad una 
variabile o ad un attributo (o altre espressioni). È 
anche utilizzato per scrivere a una device esterna, tipo 
file o schermo. Questo blocchetto è abbastanza 
flessibile come capacità di lettura/scrittura esterna. La 
logica di scrittura varia in funzione del tipo di file 
specificato. Il file può essere un file Lotus, Access, 
Excel, Testo, o ADO (ActiveX Data Objects sempre 
di Microsoft). Quando una entità arriva al modulo, 
controlla il file per vedere se una connessione tramite 
un provider o driver (ex OleDB, ODBC, ecc) è aperta, 
se non è cosi la stabilisce (tramite l’opzione 
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connection string). Attraverso un’altra opzione 
(Recorset ID) si indica al programma quale riga deve 
puntare. La prima entità “raccoglierà” il valore del 
primo record e lo assegnerà o ad un attributo o ad una 
variabile come definito in un’altra opzione del 
modulo (Assignments). A questo punto l’entità uscirà 
e la seconda entrata farà di nuovo l’Iter della prima 
ma con assegnato il secondo record. Tipici Esempi: 





Questo modulo definisce una locazione fisica o logica 
di processo. Può essere associata ad una stazione dove 
le entità passeranno nella parte animata del modello. 
Tipici Esempi: Qualunque fase di animazione tra un 




Il Route Module Trasferisce da una stazione all’altra 
le entità. Il trasferimento può essere associato ad una 
sequenza (entity sequence) (la sequenza è un attributo 
dove si indica l’elenco di stazioni) oppure è fissato 
attraverso una opzione del modulo (destination type). 
Il tempo di trasferimento è definito da un’altra 
opzione detta route time. Come nel modulo stazione 
anch’esso è associato all’animazione del modello. 
Tipici Esempi: Trasferimento di un cliente da un 
tavolo all’altro, prossima fermata di una 
metropolitana. 
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7.4 Ipotesi alla base dei modelli di simulazione 
 
Per modellare e quindi simulare il sistema produttivo considerato sono stati 
impostati i seguenti dati e le seguenti ipotesi di base: 
• Lo stabilimento è aperto tutta la giornata, in quanto la lavorazione si 
svolge su turni di 8 ore ciascuno; 
• Le dimensioni dello stabilimento sono: 
 122 m di lunghezza; 
 9 m di altezza; 
 20 m di ampiezza; 
• In ciascun turno lavorativo c’è lo stesso numero di lavoratori per ogni 
zona; 
• Il tempo di ogni simulazione è della durata di 24 ore. In 
quest’intervallo è stato ipotizzato che si possa sviluppare un incendio 
in qualsiasi momento; 
• Il tempo statico massimo necessario per evacuare in sicurezza è quello 
determinato nell’analisi preliminare ed è pari a 360 s; 
• Il numero di “entità” all’interno del modello varia a seconda dello 
scenario considerato; 
• Il numero iniziale di persone presenti nell’edificio è pari a: 
 6 addetti alle emergenze; 
 24 lavoratori; 
 6 lavoratori con handicap; 
 24 visitatori; 
• Le entità entrano nel sistema nello stesso istante temporale, 
corrispondente all’inizio del turno lavorativo; 
• Tutti i tipi di lavoratori (addetti alle emergenze, lavoratori con e senza 
handicap) sono stati formati e istruiti in materia di sicurezza almeno 
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una volta e dunque conoscono la disposizione delle uscite di 
emergenza e hanno familiarità con i luoghi di lavoro; 
• Durante la giornata lavorativa sono presenti anche eventuali visitatori, 
che però non sono formati in materia di sicurezza antincendio 
relativamente alla struttura considerata e non conoscono i luoghi di 
lavoro; 
• Non sono stati considerati visitatori con handicap; 
• Il comportamento degli addetti alle emergenze è di tipo “cauto”, 
essendo stati scelti e formati per gestire le emergenze; 
• C’è sempre almeno un addetto alle emergenze in ogni zona; 
• Ogni addetto alle emergenze riesce a gestire e coordinare un massimo 
di 40 unità tra lavoratori e visitatori; 
• La porta di ingresso nello stabilimento è la 1 per tutte le entità; 
• Il numero di estintori e naspi è sufficiente a spegnere localmente 
l’incendio lungo i percorsi di esodo; 
• I moduli di uscita delle porte di emergenza hanno una capacità di 
deflusso massima di 50 persone/modulo; 
• Ogni porta di emergenza è costituita da 2 moduli per un’ampiezza 
complessiva di 1,20 m; 
• Tutte le entità sentono il segnale di scoppio incendio e reagiscono in 
qualche modo ad esso; 
• È presente la cartellonistica di sicurezza, con segnalazione del 
percorso più breve; 
• Eventuali mezzi di segnalazione luminosi/sonori per guasti o 
inagibilità alle uscite di emergenza sono assenti nella prima 
configurazione di modello, mentre sono presenti nella seconda 
configurazione; 
• È stato suddiviso lo stabilimento in un totale di 6 zone contrassegnate 
da un colore differente (più il percorso che conduce alla porta di 
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ingresso), che indicano ciascuna un percorso diverso di esodo che 
conduce alla porta più vicina; 
• La zona rossa è quella maggiormente attrattiva, dato il tipo di 
lavorazione che in essa si svolge; 
• Ogni percorso di esodo ha una porta d’uscita ad esso più vicina, 
precisamente: 
 Zona Gialla – porta 7; 
 Zona Blue – porta 6; 
 Zona Rossa – porta 5; 
 Zona Arancione – porta 3; 
 Zona Verde – porta 2; 
  Zona Rosa (Magazzino) – porta 4.  
• Il tempo di rivelazione dell’incendio è pari a 88 s; 
• Il tempo medio impiegato per raggiungere la porta più vicina è pari a 
180 s; 
• La velocità media di percorrenza delle persone è pari a 0,5 m/s, ad 
eccezione di quella dei lavoratori con handicap assunta pari a 0,3 m/s; 
• La velocità media si riduce col passare del tempo a causa dell’aumento 
di fumi e della riduzione di visibilità ed essa in media comporta un 
aumento nei tempi di 45 s; 
• Se l’affollamento massimo presso una porta viene superato, la velocità 
media di percorrenza subirà una riduzione da 0,5 a 0,4 m/s; 
• I tempi di attesa e di trasferimento sono distribuiti come una normale 
di media e varianza note e fissate sulla base dei valori di letteratura; 
• Il comportamento di tipo disordinato causerà un rallentamento delle 
persone pari in media a 120 s, a causa dell’urto contro ostacoli, delle 
collisioni tra gli individui e dei movimenti caotici delle persone; 
• Il comportamento di tipo freezing causerà un rallentamento delle 
persone pari in media a 90 s; 
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• Il comportamento di tipo apatico causerà un rallentamento delle 
persone pari in media a 60 s; 
• Se un’entità decide di tornare indietro ed uscire dalla porta iniziale e 
non da quella più vicina, impiegherà in media 90 s in più rispetto al 
tempo impiegato per percorrere il percorso più breve; 
• Quando nel sistema si instaurano i comportamenti gregari, le entità 
seguiranno gli addetti alle emergenze, che sono formati  in materia di 
sicurezza e dunque organizzeranno la fuga in un tempo medio di pre-
evacuazione pari a 60 s. 
 
 
7.5 Prima configurazione di modello 
 
La prima configurazione di modello prevede che tra gli Occupants (ossia tutti 
i soggetti presenti nella struttura) non vi sia comunicazione né cooperazione 
durante l’evacuazione dall’edificio; dunque ogni entità ha un comportamento 
individualistico ed isolato (ad eccezione degli addetti alle emergenze, il cui 
compito è quello di aiutare qualsiasi persona ad uscire dalla struttura). 
Inoltre nell’edificio è presente la cartellonistica di emergenza indicante i 
percorsi di esodo, ma non è presente nessun sistema di segnalazione 
visiva/sonora  che possa avvisare gli evacuanti circa l’esistenza di porte rese 
guaste o inagibili dall’incendio e instradarli verso un percorso agibile 
alternativo. 
In Figura 7.11 è riportata la vista generale del primo modello costruito; 
ciascuna parte sarà poi approfondita nei paragrafi seguenti. 
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7.5.1 Creazione delle Entità  
 
Il primo passo effettuato nello sviluppo del modello è stato la creazione delle 
entità per ciascuna delle 6 zone dell’area di lavoro, mediante dei moduli 
Create.  
 
              a)                                 b)                                       c) 
d) 
Figura 7. 12 – Moduli Create per le varie entità: a) Lavoratori addetti alle emergenze; b) 
Lavoratori; c) Lavoratori con handicap; d) visitatori 
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Le entità create sono: Lavoratore addetto alle Emergenze, Lavoratore, 
Lavoratore con handicap e Visitatore. 
In particolare, come si può notare dalla Figura 7.12, si ha che mentre tutti i 
lavoratori sono suddivisi già in partenza nelle diverse zone di lavorazione, i 
visitatori vengono assegnati alle varie aree in base alla loro attrattività tramite 
un modulo Decide denominato “Zona di Lavorazione”. 
Un ulteriore Create è stato poi utilizzato per l’entità incendio. Nello 
specifico, appena si ha lo scoppio dell’incendio, viene lanciato il segnale di 
allarme, che viene udito da tutte le persone presenti nel sistema e dà inizio 
alla fuga; in questa fase il sistema registra il tempo di inizio evacuazione per 
tutte le entità. 
 
Figura 7. 13 – Caratterizzazione dell’entità Incendio 
 
 
7.5.2 La fase precedente all’innesco dell’incendio 
 
Le entità create precedentemente (ad eccezione di quella incendio, che serve 
solo come segnale di inizio evacuazione) vengono trattenute nelle varie zone 
di lavorazione tramite dei moduli Hold fino a che non scatterà il segnale di 
incendio. Quando quest’ultimo raggiunge un certo valore assegnato, vengono 
sbloccate e ad esse viene associato un attributo tramite un modulo Assign per 
poter distinguere la zona di provenienza di ciascuna entità. 
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Figura 7. 14 – Moduli Hold ed Assign relativi alle zone di provenienza 
 
 
7.5.3 Assegnazione dei fattori comportamentali 
 
Appena le entità prendono coscienza dello scoppio dell’incendio, inizia la 
diversificazione di esse in base al tipo di comportamento adottato da 
ciascuna. Innanzitutto, un modulo Decide identifica le entità appena liberate 
dai moduli Hold. Se l’entità è del tipo “lavoratore addetto alle emergenze”, 
viene associata ad essa un attributo “comportamento cauto”, in quanto per 
ipotesi tale tipologia di lavoratore risulta appositamente formata sulle 
emergenze e dunque ottimizzerà il proprio tempo e le proprie scelte per far sì 
che tutte le persone escano vive dal sistema. 
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Se invece l’entità non è un addetto alle emergenze, un ulteriore Decide 
identificherà se si tratta o meno di un lavoratore, di un lavoratore con 
handicap o di un visitatore. Se in particolare l’entità è “lavoratore con 
handicap”, viene inserito un rallentamento della velocità di fuga tramite un 
apposito modulo Wait, per indicare la maggiore difficoltà posseduta da 
queste entità nel fuggire dallo stabilimento. Subito dopo questa distinzione 
inizia l’attribuzione del fattore comportamentale alle tre tipologie di entità, 
sempre tramite un modulo Decide denominato “Identificazione 
Comportamento”. Quest’ultimo, leggendo il tipo di entità in arrivo 
(lavoratore con/senza handicap o visitatore), assegnerà con percentuali 
diverse il tipo di comportamento posseduto.  
 
Figura 7. 15 – Assegnazione dei fattori comportamentali 
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Con riferimento agli studi di Leach riportati nel Capitolo 4, sono state 
considerate tre categorie di comportamento: cauto, apatico e deleterio. 
Ovviamente i visitatori avranno maggiore tendenza ad assumere 
comportamenti di tipo deleterio o apatico rispetto ai 
per ipotesi istruiti in materia di sicurezza e conoscendo la struttura, sapranno 
come comportarsi e riusciranno a mantenere la calma con percentuali 
sicuramente superiori.
L’assegnazione di specifici comportamenti causa maggiore o m
nel prendere decisioni inerenti l’evacuazione. Tale processo decisionale è 
stato ottenuto tramite dei moduli Wait che rilasciano le entità verso i percorsi 
di fuga solo dopo un determinato
ottenuti dalla letteratura scientifica
Un’ulteriore suddivisione è stata considerata per il comportamento di tipo 
deleterio, cui appartengono i comportamenti disordinati e di freezing; questi 
aggiungono un’ulteriore aliquota di rallentamento alle persone, rappres
ancora una volta attraverso un modulo Wait.
Figura 7. 16
 – Case study: implementazione di un
lavoratori che, essendo 
 
 lasso di tempo settato sulla base 
. 
 
 – Attesa e Rilascio delle entità in base al comportamento
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7.5.4 La scelta dei percorsi di Esodo 
 
Gli occupanti si dirigono, a questo punto, verso le vie di esodo. Sono 
possibili due diversi tipi di comportamento: una parte delle entità scapperà 
dalla porta di ingresso, percorrendo a ritroso il cammino fatto in precedenza e 
quindi già conosciuto, un’altra parte seguirà le indicazioni di emergenza e 
sceglierà il percorso minimo associato alla zona in cui si trova. Anche in 
questo caso le percentuali di assegnazione sono state desunte dagli studi della 
letteratura scientifica. 
 
Figura 7. 17 – Scelta del percorso di fuga 
 
I percorsi di esodo e quindi le uscite di emergenza sono stati simulati come 
dei Process che trattengo le entità per un certo periodo (pari al tempo di 
percorrenza del tratto, calcolato nello studio preliminare). Arrivati in 
prossimità dell’uscita di emergenza, le entità possono scegliere se uscire o 
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meno attraverso quella porta in funzione del grado di congestione della 
medesima. In particolare, se l’affollamento presso tali porte dovesse superare 
un certo valore di deflusso stabilito in base a riferimenti normativi, allora le 
entità potranno scegliere se rimanere in coda (e in tal caso subiranno un 
ulteriore ritardo, dovuto al rallentamento delle persone nell’uscire da quella 
porta) oppure se dirigersi verso l’uscita visibile più vicina (se anch’essa non è 
congestionata o inagibile, e in tal caso ci sarà un aumento del tempo di 
percorrenza relativo all’ulteriore tratto da percorrere e ad una eventuale 
riduzione di velocità causata dall’aumento dei fumi nel tempo). 
Se invece non c’è affollamento nei pressi di quella specifica uscita, l’entità si 
dirigerà verso la porta inizialmente scelta per l’evacuazione. A questo punto 
un modulo Record registra il tempo totale trascorso dall’ingresso delle entità 
fino a questo punto, dopodiché un modulo Decide interroga il sistema sulla 
durata effettiva dell’evacuazione: se il tempo impiegato dalle entità per 
arrivare alla porta di emergenza è superiore al tempo massimo per uscire vivi 
dal sistema, calcolato nello studio preliminare, le entità usciranno dal sistema 
come morte; se è inferiore, raggiungeranno quella porta. A questo punto il 
modello prevede la possibilità che la porta sia inagibile; non essendoci in 
questa prima configurazione sistemi visivi e/o luminosi per avvisare sulla 
presenza di porte non agibili, le entità potranno accorgersi dell’impossibilità 
di uscire attraverso quella porta soltanto a questo punto e dovranno 
intraprendere un percorso alternativo, dirigendosi verso la porta più vicina e 
subendo un ulteriore ritardo dovuto a questo cambiamento di rotta e alla 
riduzione di velocità causata dall’aumento inevitabile dei fumi dell’incendio. 
Se invece la porta è agibile, le entità usciranno vive dallo stabilimento. Tutte 
le entità vagheranno nel sistema alla ricerca di una porta agibile fino a 
quando non la troveranno o fino a che non risulteranno morte. 
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Figura 7. 18 – I Percorsi di Esodo e le Porte di Emergenza 
 
A questo punto il modello discrimina tra le entità quelle rappresentanti gli 
addetti alle emergenze, che dovranno attendere nel sistema l’uscita di tutte le 
persone.  
 
Figura 7. 19 – Moduli Record e Decide per gli Addetti alle Emergenze e l’uscita delle entità 
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Un modulo Hold trattiene gli addetti alle emergenze fino alla completa 
evacuazione delle entità, rappresentando in tal modo l’aiuto che questi 
portano alle persone durante la fuga; al loro rilascio tali entità usciranno dal 
sistema vive o morte a seconda del tempo trascorso. 
I moduli Dispose infine registreranno il numero di vittime e di persone vive 
uscite dal sistema. 
 
 
7.6 Seconda configurazione di modello 
 
La seconda configurazione di modello prevede che tra gli Occupants vi sia 
comunicazione e cooperazione durante l’evacuazione dall’edificio; dunque le 
entità assumeranno comportamenti gregari, unificando il tipo di 
comportamento. 
Inoltre nell’edificio è presente la cartellonistica di emergenza indicante i 
percorsi di esodo, ed è altresì presente un sistema di segnalazione 
visiva/sonora  che avvisa gli evacuanti circa l’esistenza di porte rese guaste o 
inagibili dall’incendio e li instrada verso un percorso agibile alternativo. 
In Figura 7.20 è riportata la vista generale del secondo modello costruito; nei 
paragrafi seguenti verranno poi spiegate le parti modificate rispetto alla prima 
configurazione.
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7.6.1 Identificazione dei comportamenti gregari 
 
La seconda configurazione di modello rimane invariata rispetto alla prima, 
dalla creazione delle entità fino all’innesco dell’incendio. Dopodiché, appena 
gli Occupants odono il segnale, iniziano a reagire ad esso. Dal momento che 
le entità assumeranno comportamenti gregari di cooperazione, vi sarà un 
unico modulo Wait, denominato “tempo di pre-evacuazione”, che indica il 
tempo perso inizialmente per valutare il da farsi; solo i lavoratori con 
handicap avranno poi un ulteriore ritardo dovuto alla loro velocità ridotta di 
movimento. 
 
Figura 7. 21 – Tempo di pre-evacuazione nei comportamenti gregari 
 
 
7.6.2 Indirizzamento verso l’uscita agibile più vicina 
 
Qualora l’incendio causasse l’inagibilità di una o più porte, un segnale sonoro 
avviserà le entità e le instraderà, grazie anche ad un percorso luminoso 
posizionato sul soffitto (così da non essere oscurato dai fumi dell’incendio), 
verso il percorso di esodo agibile più vicino; ovviamente, se la porta più 
vicina è agibile, il tempo medio di percorrenza assegnato sarà quello standard 
calcolato nello studio preliminare; se invece è un’altra porta, ci sarà una 
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maggiorazione del tempo impiegato per raggiungere la porta, che sarà 
crescente al crescere della distanza dell’uscita dalla zona in cui si trovano le 
entità. 
La figura 7.22 riporta l’indirizzamento relativo al percorso della zona gialla; 




Figura 7. 22 – Indirizzamento verso i percorsi agibili 
 
 
7.6.3 I Percorsi di esodo 
 
A questo punto le entità entrano nei moduli Process che indicano i percorsi 
che conducono all’uscita più vicina; arrivati in prossimità della porta, se 
l’affollamento massimo è stato superato, possono decidere se rimanere in 
coda presso quella porta (subendo un rallentamento dovuto alla congestione) 
o se conviene dirigersi verso la porta visibile più vicina (se non è 
sovraffollata o inagibile, subendo una dilatazione del tempo dovuto 
all’allungamento del percorso e all’eventuale aumento dei fumi causati 
dall’incendio). 
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Figura 7. 23 – I percorsi di esodo 
 
 
7.6.4 Gli addetti alle emergenze e l’uscita dal sistema 
 
Una volta arrivate alle porte, le entità rappresentanti gli addetti alle 
emergenze vengono separate dalle altre e vengono trattenute in  un modulo 
Hold fino a che tutte le altre entità non saranno uscite dal sistema (per 
indicare l’aiuto portato alle altre persone e il fatto che essi devono uscire per 
ultimi dallo stabilimento), mentre le altre entità (e poi quelle degli addetti alle 
emergenze), come nel primo modello, usciranno dal sistema vive o come 
vittime a seconda del tempo impiegato per evacuare. 
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Figura 7. 24 – Addetti alle emergenze ed uscita dal sistema 
 
Infine, due moduli Record registreranno il numero di vittime e di 
sopravvissuti che usciranno dal sistema grazie a due moduli Dispose. 
 
 
7.7 Verifica e validazione del modello 
 
Una volta tradotto il modello logico di partenza nel modello di simulazione ci 
si domanda se il modello si comporta correttamente, con lo scopo di 
verificare l’assenza di errori logici e sintattici nel modello; bisogna in pratica 
accertare che il modello si comporti nel modo previsto. In tal senso 
l’animazione rappresenta uno strumento di supporto molto utile per questa 
fase.  
Sono state dunque lanciate numerose simulazioni delle due configurazioni di 
modello, le quali hanno fornito risultati coerenti con quanto ci si aspettava 
sulla base degli studi presenti nella letteratura scientifica. 
             Capitolo VII – Case study: implementazione di un modello                                                                                                  





Ciò ha consentito di passare alla fase di validazione del modello. 
In questa fase la domanda è: Il modello può “sostituire” il sistema reale? La 
validazione è praticamente la fase in cui si definisce se il sistema simulato è 
“sovrapponibile” con la realtà. In generale per validarlo si usano dati storici 
del sistema e si vede se gli output sono equivalenti ai risultati passati. La 
scelta di quali e quanti parametri usare per la validazione del modello non è 
cosa semplice, la letteratura consiglia pochi parametri, ma significativi. Il 
modello potrà ritenersi validato quando i risultati da esso ottenuti si 
discostano da quelli reali di una quantità inferiore al margine di errore 
ritenuto accettabile per quel particolare tipo di sistema. 
Nel caso in esame i parametri significativi sono i fenomeni di aggregazione 
tra gli individui, le percentuali relative ai diversi comportamenti umani 
durante l’evacuazione, il grado di formazione degli Occupants e dei leaders 
che guideranno l’evacuazione, la presenza o meno di sistemi di segnalazione 
delle porte inagibili, e, conseguentemente, gli output di maggiore interesse 
sono il numero di vittime nel sistema e il fattore di sicurezza (tempo di 
evacuazione effettivo/tempo massimo consentito per la sopravvivenza). 
I dati relativi a questi parametri sono stati desunti dalla letteratura scientifica, 
comprendendo anche dati storici di aziende, questionari erogati agli individui 
e videoriprese di esercitazioni d’emergenza. 
Per tale motivo i risultati conseguiti dalle simulazioni sono ritenuti 
significativi e rappresentativi della realtà considerata. 
 
 
7.8 Analisi di scenario 
 
Questa fase è anche detta progetto ad esperimenti, ed in essa vanno stabiliti 
la durata ed il numero di iterazioni da eseguire per ogni esperimento, nonché 
la modalità con cui effettuare le misure in ogni iterazione ed i criteri di 
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valutazione dei risultati ottenuti ad ogni esperimento. Per ogni scenario che 
deve essere simulato si devono, quindi, prendere in considerazione: 
lunghezza dei Run, il numero di replicazioni ed infine il modo di inizializzare 
il sistema se è richiesto. 
 
Nello specifico, sono stati considerati 4 differenti scenari: 
 Scenario 1 – Considera la prima configurazione di modello, in cui non 
vi è comunicazione né cooperazione tra gli individui, non vi sono 
segnali luminosi/sonori che indichino eventuali porte inagibili e non ci 
sono porte o percorsi resi inagibili dall’incendio; 
 Scenario 2 – Considera la prima configurazione di modello, in cui non 
vi è comunicazione né cooperazione tra gli individui, non vi sono 
segnali luminosi/sonori che indichino eventuali porte inagibili e ci 
sono porte e percorsi resi inagibili dall’incendio; 
 Scenario 3 – Considera la seconda configurazione di modello, in cui vi 
è comunicazione e cooperazione tra gli individui, vi sono segnali 
luminosi/sonori che indicano eventuali porte inagibili e non ci sono 
porte e percorsi resi inagibili dall’incendio; 
 Scenario 4 – Considera la seconda configurazione di modello, in cui vi 
è comunicazione e cooperazione tra gli individui, vi sono segnali 
luminosi/sonori che indicano eventuali porte inagibili e ci sono porte e 
percorsi resi inagibili dall’incendio. 
 
Per ciascuno scenario sono stati lanciati diversi run di simulazione, facendo 
variare il numero di persone presenti nella struttura, da un minimo di 60 
persone complessive ad un massimo di 600 (capienza massima della struttura 
in funzione del numero di porte di emergenza e dell’ampiezza di ogni porta 
pari a due moduli di 60 cm ciascuno). 
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Per i lavoratori addetti alle emergenze, poiché la normativa non ne specifica 
il numero minimo da garantire nella struttura, sono state fatte considerazioni 
sulla tipologia di lavorazione e sui profili di rischio ed è stato ritenuto 
opportuno prevedere che vi sia un addetto in ogni zona e che ciascuno 
gestisca un numero complessivo di persone che sia al massimo pari a 40 unità 
(comprensive dei visitatori). 
Nella Tabella 7.3 sono riportati i dati relativi al numero di Occupants 
considerati nei vari run di simulazione. 
 






con Handicap Visitatori 
Numero 
totale 
I 6 24 6 24 60 
II 6 48 12 54 120 
III 6 72 18 84 180 
IV 6 96 24 114 240 
V 12 120 30 138 300 
VI 12 144 36 168 360 
VII 12 168 42 198 420 
VIII 12 192 48 228 480 
IX 18 216 54 252 540 
X 18 240 60 282 600 
 
Le simulazioni hanno restituito valori congruenti con quanto ci si aspettava in 
base agli studi della letteratura scientifica. 
 
 
7.8.1 Scenario 1 
 
In questo scenario è stata considerata la prima configurazione di modello, in 
cui non vi è comunicazione né cooperazione tra gli individui, non vi sono 
segnali luminosi/sonori che indichino eventuali porte inagibili e non ci sono 
porte o percorsi resi inagibili dall’incendio (vi è piena disponibilità di tutte le 
porte e di tutti i percorsi di esodo). 
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Lanciando le simulazioni 
dalla letteratura e da interviste/questionari 
di comunicazione e i diversi comportamenti assunti dagli Occupants 
comportano un tempo di attraversamento totale maggiore di quello teorico 
calcolato nello studio preliminare
percorsi inagibili, ci saranno sempre delle vittime per il caso in esame e, 
ovviamente, questo numero aumenta all’aumentare del numero di persone 
inizialmente presenti nella struttura
risulteranno sempre più affollate e si dovrà far ricorso a percorsi alternativi.
Figura 7. 
 
Analizzando il grafico di figura 7.26 si ha che anche il numero di persone 
sopravvissute aumenta al
presenti nell’edificio; questo è ovviamente dovuto all’aumento significativo 
della variabile in ascissa per ciascun run; ma, analizzando le percentuali 
(Figure 7.27 e 7.28), si ritrova quanto detto e cioè che 
 – Case study: implementazione di un
- settando i parametri del sistema con i dati desunti 
- è stato osservato che la mancanza 
; dunque, anche in assenza di porte o 
 (Figura 7.25), in quanto le porte 
25 – Numero di Vittime per lo Scenario 1 
l’aumentare del numero di persone inizialmente 
la percentuale di 
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vittime aumenta con l’aumentare delle persone inizialmente presenti 
nell’edificio e il viceversa si ha per il numero di persone uscite vive.
Figura 7. 
Figura 7
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26 – Numero di Sopravvissuti per lo Scenario 1 
. 27 – Percentuale di Vittime per lo Scenario 1 
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7.8.2 Scenario 2 
 
In questo scenario la 
prima, in cui non vi è comunicazione né cooperazione tra gli individui, non vi 
sono segnali luminosi/sonori che indichino even
questo caso ci sono porte e percorsi resi inagibili dall’incendio
50 % delle uscite tota
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28 – Percentuale di Sopravvissuti per lo Scenario 1
configurazione di modello considerata è ancora la 
tuali porte inagibili, ma in 
li presenti). 
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I run di simulazione hanno restituito anche in questo caso la presenza di
vittime all’interno del sistema, in numero ancora maggiore rispetto al caso 
precedente (sia analizzando i numeri che le percentuali di vittime
sopravvissuti) a causa delle porte inagibili che hanno causato un aumento dei 
tempi di fuga. 
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30 – Numero di Sopravvissuti per lo Scenario 2 
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L’andamento della percentuale di vittime risulta sempre crescente 
all’aumentare del numero di persone a causa degli affollamenti e della 
saturazione nei pressi di tutte le porte disponi
Figura 7. 
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31 – Percentuale di Vittime per lo Scenario 2 
 
bili. 
32 – Percentuale di Sopravvissuti per lo Scenario 2
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7.8.3 Scenario 3 
 
Tale scenario considera 
comunicazione e cooperazione tra gli individui
evacuazione che ingloba i fenomeni considerati nella prima configurazione)
vi sono segnali luminosi/sonori che indicano eventuali porte inagibili e non ci 
sono porte e percorsi resi inagibili dall
Figura 7. 
In questo caso i comportamenti di aggregazione tra gli Occupants, 
unitamente alla comunicazione con Leaders formati sulle corrette procedure 
di evacuazione (rappresentati dagli addetti alle emergenze), riducono 
notevolmente i tempi di fuga, che ritorneranno ad essere quasi sempre 
inferiori a quelli massimi teorici stimati in precedenza, e non ci saranno 
vittime se non per gli ultimi due casi, dove ci sarà qualche perdita umana 
(comunque molto inferiore rispetto agli 
all’affollamento massimo raggiunto presso le porte.
 – Case study: implementazione di un
la seconda configurazione di modello, in cui vi è 
 (dopo una fase iniziale 
’incendio. 
33 – Numero di Vittime per lo Scenario 3 
 
scenari precedenti) dovuta 
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Anche per questo scenario, la percentuale di vittime aumenta al crescere del 
numero di persone nella struttura, mentre quella di sopravvissuti si riduce, a 
causa della saturazione delle vie di esodo.
Figura 7. 
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34 – Numero di Sopravvissuti per lo Scenario 3 
 
 
35 – Percentuale di Vittime per lo Scenario 3 
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Come si può notare dagli andamenti di Figura 7.35 e 7.36,
vittime per questo  caso sono molto ridotte, ragion per cui questa 




7.8.4 Scenario 4 
 
Quest’ultimo caso considera 
cui vi è comunicazione e cooperazione tra gli individui, vi sono segnali 
luminosi/sonori che indicano eventuali p
percorsi resi inagibili dall’incendio
complessive). 
 
 – Case study: implementazione di un
 le percentuali di 
 
36 – Percentuale di Sopravvissuti per lo Scenario 3
ancora la seconda configurazione di modello, in 
orte inagibili, ma ora 
 (pari quasi al 50% delle porte 
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Le simulazioni hanno mostrato un numero di vitti
rispetto al caso precedente, ma contenuto rispetto ai casi iniziali, grazie 
all’adozione di un sistema luminoso/sonoro che guida le persone verso il 
percorso di esodo agibile più vicino ed evita che esse vaghino per la struttura 
prima di trovare un’uscita disponibile.
 – Case study: implementazione di un
37 – Numero di Vittime per lo Scenario 4 
38 – Numero di Sopravvissuti per lo Scenario 4 
 
me sicuramente superiore 
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Nelle Figure 7.41 – 7.80 sono riportati
i 4 scenari considerati 
totali, di attraversamento e il numero di vitt
dalla cui analisi sono derivati i ragionamenti e gli
 – Case study: implementazione di un
39 – Percentuale di Vittime per lo Scenario 4 
40 – Percentuale di Sopravvissuti per lo Scenario 4
 
 i risultati dei run delle simulazi
– indicanti i tempi di attesa, i tempi di trasferimento, 
ime e sopravvissuti nel sistema 
 andamenti sin qui esposti.
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Figura 7. 41 – Risultati dei run di simulazione per lo Scenario 1 (I) 
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Figura 7. 42 – Risultati dei run di simulazione per lo Scenario 1 (II) 
             Capitolo VII – Case study: implementazione di un modello                                                                                                  






Figura 7. 43 – Risultati dei run di simulazione per lo Scenario 1 (III) 
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Figura 7. 44 – Risultati dei run di simulazione per lo Scenario 1 (IV) 
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Figura 7. 45 – Risultati dei run di simulazione per lo Scenario 1 (V) 
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Figura 7. 46 – Risultati dei run di simulazione per lo Scenario 1 (VI) 
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Figura 7. 47 – Risultati dei run di simulazione per lo Scenario 1 (VII) 
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Figura 7. 48 – Risultati dei run di simulazione per lo Scenario 1 (VIII) 
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Figura 7. 49 – Risultati dei run di simulazione per lo Scenario 1 (IX) 
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Figura 7. 50 – Risultati dei run di simulazione per lo Scenario 1 (X) 
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Figura 7. 51 – Risultati dei run di simulazione per lo Scenario 2 (I) 
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Figura 7. 52 – Risultati dei run di simulazione per lo Scenario 2 (II) 
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Figura 7. 53 – Risultati dei run di simulazione per lo Scenario 2 (III) 
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Figura 7. 54 – Risultati dei run di simulazione per lo Scenario 2 (IV) 
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Figura 7. 55 – Risultati dei run di simulazione per lo Scenario 2 (V) 
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Figura 7. 56 – Risultati dei run di simulazione per lo Scenario 2 (VI) 
             Capitolo VII – Case study: implementazione di un modello                                                                                                  






Figura 7. 57 – Risultati dei run di simulazione per lo Scenario 2 (VII) 
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Figura 7. 58 – Risultati dei run di simulazione per lo Scenario 2 (VIII) 
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Figura 7. 59 – Risultati dei run di simulazione per lo Scenario 2 (IX) 
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Figura 7. 60 – Risultati dei run di simulazione per lo Scenario 2 (X) 
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Figura 7. 61 – Risultati dei run di simulazione per lo Scenario 3 (I) 
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Figura 7. 62 – Risultati dei run di simulazione per lo Scenario 3 (II) 
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Figura 7. 63 – Risultati dei run di simulazione per lo Scenario 3 (III) 
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Figura 7. 64 – Risultati dei run di simulazione per lo Scenario 3 (IV) 
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Figura 7. 65 – Risultati dei run di simulazione per lo Scenario 3 (V) 
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Figura 7. 66 – Risultati dei run di simulazione per lo Scenario 3 (VI) 
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Figura 7. 67 – Risultati dei run di simulazione per lo Scenario 3 (VII) 
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Figura 7. 68 – Risultati dei run di simulazione per lo Scenario 3 (VIII) 
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Figura 7. 69 – Risultati dei run di simulazione per lo Scenario 3 (IX) 
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Figura 7. 70 – Risultati dei run di simulazione per lo Scenario 3 (X) 
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Figura 7. 71 – Risultati dei run di simulazione per lo Scenario 4 (I) 
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Figura 7. 72 – Risultati dei run di simulazione per lo Scenario 4 (II) 
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Figura 7. 73 – Risultati dei run di simulazione per lo Scenario 4 (III) 
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Figura 7. 74 – Risultati dei run di simulazione per lo Scenario 4 (IV) 
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Figura 7. 75 – Risultati dei run di simulazione per lo Scenario 4 (V) 
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Figura 7. 76 – Risultati dei run di simulazione per lo Scenario 4 (VI) 
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Figura 7. 77 – Risultati dei run di simulazione per lo Scenario 4 (VII) 
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Figura 7. 78 – Risultati dei run di simulazione per lo Scenario 4 (VIII) 
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Figura 7. 79 – Risultati dei run di simulazione per lo Scenario 4 (IX) 
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Figura 7. 80 – Risultati dei run di simulazione per lo Scenario 4 (X) 
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7.9 Analisi e confronto 
 
Come si può notare in maniera ancor più evidente dai grafici di confronto, gli 
scenari 1 e 2 relativi alla prima configurazione del modello costruito
restituiscono un numero significativo di vittime rispetto agli scenari 3 e 4 
relativi alla seconda configurazione di modello.
Ciò è dovuto al fatto che nel secondo modello 
cooperazione consentono la riduzione dei tempi “morti” spesi in 
comportamenti inadatti e attività non produttive per la fuga
Leaders (addetti alle emergenze opportunamente istruiti e formati sulla 
sicurezza antincendio) di guidare le persone verso le vie di fuga più vicine. 
Inoltre, l’adozione di un sistema sonoro/luminoso (con istruzioni vocali e 
segnaletica luminosa posta sul soffitt
fumi dell’incendio) consente agli Occupants di non sprecare tempo nella 
ricerca di un’uscita agibile, ma di impegnare direttamente i percorsi agibili 
più vicini. 
 – Case study: implementazione di un
dei risultati 
 
i fattori di aggregazione e 
 e consentono ai 
o in modo da non essere oscurata dai 
Figura 7. 81 – Confronto Numero di Vittime 
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Ovviamente, in termini assoluti il numero di sopravvissuti aumenta con 
l’aumento significativo del numero di persone inizialmente presenti nella 
struttura (date le cifre elevate), ed in particolare quello del terzo scenario 
dove, oltre agli accorgimenti appena citati non ci sono porte inagibili.
Figura 7. 
Figura 7. 
 – Case study: implementazione di un
82 – Confronto numero di Sopravvissuti 
83 – Confronto Percentuali Vittime 
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Il confronto è ancor più evidente passando al
di sopravvissuti per i quattro scenari simulati, il che
notevolmente per l’adozione
saranno sicuramente dei costi maggiori dovuti all’acquisto di un sistema 
sonoro/luminoso, ma questi saranno compensati dalla notevole riduzione di 
perdite umane, il cui costo è praticamente non quantificabile).
Figura 7. 
 
In sintesi, effettuando 
output si discostino da quelli presenti nello studio preliminare ot
modo “statico”, ovvero
e le velocità di percorrenza. In alcuni casi delle entità son
registrate come morte perché non hanno fatto in tempo a scappare in seguito 
a processi decisionali troppo lunghi. 
Rilanciando la simulazione con l’adozione di nuovi parametri nei vari moduli 
(nella realtà quest’azione è l’equivalente d
 – Case study: implementazione di un
le percentuali sia di vittime che 
 
 della seconda configurazione di modello (ci 
 
84 – Confronto percentuali Sopravvissuti 
i run dei due modelli è possibile notare come i dati di 
 considerando solo la lunghezza dei percorsi di esodo 
o addirittura state 
 
ell’adozione di misure di 
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prevenzione e protezione) ci si accorge subito di come variano i dati in uscita. 
È questa la “forza” della simulazione. Infatti, già in fase di progetto, tramite 
delle semplici modifiche al modello è possibile stimare se sia vantaggioso 
(perché ovviamente ha dei costi) – per fare un esempio – adottare una 
segnaletica luminosa e/o sonora all’inizio del percorso di esodo per indicare 
lo stato “porta agibile/inagibile” permettendo alle entità di dirigersi 
immediatamente verso quella giusta riducendo così il rischio di eventuali 
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Lo studio condotto nel presente lavoro di tesi è nato dalla convinzione che il 
tema della Sicurezza sul Lavoro è ormai sempre più vissuto dalle realtà 
aziendali come una vera e propria filosofia che vede il suo fulcro nell’idea di 
una “Cultura della Sicurezza” radicata nei modi di agire di tutti i lavoratori, 
dal datore di lavoro fino ai dipendenti. Non dovendosi esplicitare soltanto in 
una mera attuazione di norme e divieti, la pratica della Sicurezza pone 
particolare attenzione alla formazione ed al coinvolgimento dei lavoratori. 
Essi sono infatti i soggetti più indicati per l’individuazione dei possibili rischi 
che una determinata attività può comportare (dovendola svolgere 
quotidianamente) e quindi è assolutamente necessario che siano parte attiva 
nelle attività di “messa in sicurezza” dell’ambiente lavorativo proponendo 
possibili soluzioni.  
Andando più nello specifico, il focus dell’analisi è stato il rischio incendio, 
presente in ogni realtà sia pubblica che privata, ed in particolare la procedura 
da attuare per consentire a tutti gli individui presenti in  una struttura al 
momento dello scoppio di un incendio di mettersi in salvo. 
Lo studio della letteratura scientifica ha consentito di evidenziare i parametri 
chiave da considerare per la determinazione di un piano di emergenza che 
risulti “dinamico”, ossia nel quale non vi siano soltanto elementi 
architettonici, normativi e fisici, ma anche e soprattutto comportamentali. 
Solo la totalità di tali parametri consentirà infatti di far capire la differenza tra 
una planimetria di esodo  affissa alle pareti ed i reali percorsi intrapresi dagli 





Per ottenere gli scopi prefissati, è stata utilizzata la simulazione come 
strumento di ausilio alle tecniche tradizionali per la rappresentazione dei 
fattori comportamentali che si instaurano durante una situazione di 
emergenza. 
Utilizzando il software di simulazione Arena della Rockwell, è stato simulato 
il comportamento umano durante un incendio scoppiato in uno stabilimento 
produttivo, considerando dapprima il caso di comportamenti individualistici e 
assenza di segnali luminosi/sonori che indichino la presenza di vie di esodo 
non agibili, e successivamente il caso di comportamenti di affiliazione e 
comunicazione, con la presenza in sede di un sistema di instradamento 
vocale/luminoso verso i percorsi agibili più vicini. 
Le simulazioni e le successive analisi di scenario hanno mostrato come sia 
importante conoscere i meccanismi che si instaurano tra gli Occupants di una 
struttura e come un investimento in sistemi di prevenzione/protezione possa 
salvare molte vite umane, i cui vantaggi economici e sociali non sono 
quantificabili. 
Per tali motivi, l’utilizzo della simulazione nell’ambito della Sicurezza 
Antincendio, e dunque il modello costruito, risulta essere un valido strumento 
di supporto:  
 Alle decisioni strategiche dei vertici aziendali in materia di sicurezza;  
 Alla formazione e al coinvolgimento dei lavoratori. 
Per quanto riguarda il primo punto, la simulazione risulta essere un potente 
driver di progettazione, in quanto tramite essa è possibile valutare già in fase 
di progettazione quanto sia vantaggioso adottare specifiche misure di 
prevenzione/protezione e tra queste quali adottare per la specifica 
configurazione di sistema. Basterà andare a modificare i parametri inseriti 
all’interno del modello per vedere immediatamente i risultati che si 





fase di progetto senza quindi dover intervenire successivamente con ulteriori 
esborsi economici e minimizzando il numero di vittime potenziali in caso di 
pericolo. Inoltre, è possibile individuare il percorso critico caratterizzato da 
maggior affollamento e quindi predisporre delle vie di esodo più vicine, più 
numerose o con moduli delle porte più ampi; il tutto senza aver ancora 
investito denaro e quindi senza ulteriori spese per fare delle modifiche 
strutturali. 
Con riferimento al secondo punto, si ha che la simulazione può essere usata 
come supporto alla formazione: i lavoratori, infatti, potranno sentirsi 
maggiormente coinvolti nel percorso di formazione perché riusciranno a 
“vedere” - tramite la simulazione - come l’adozione di un comportamento 
errato può portare all’insorgere di pericoli e ciò è sicuramente più 
accattivante della semplice lettura di una planimetria con i vari percorsi di 
esodo. 
Tali osservazioni  spingono a proseguire tale progetto di ricerca con 
l’obiettivo futuro di riuscire a creare un vero e proprio “game” virtuale, in cui 
vi siano delle aree nelle quali immergere gli individui, così da farli 
partecipare in prima persona ad esercitazioni virtuali grazie alle quali essi 
possano rapidamente acquisire familiarità con i luoghi, i pericoli e i vari 
scenari comportamentali che potrebbero presentarsi in una situazione di 
emergenza, e da istruirli sulle corrette procedure da adottare in caso di 
necessità. Un ambiente virtuale nel quale testare e formare gli individui a 
costi praticamente nulli risulta più rapido da somministrare e lascia 
sicuramente un segno più profondo rispetto ad un semplice corso di 
formazione con concetti teorici, muovendosi nella direzione dell’acquisizione 
di una comune cultura della sicurezza tanto auspicata dal testo unico. 
 
