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VLAN: Área de red local virtual, es un método de segmentación de red, varias VLAN 
pueden existir en un mismo conmutador, ayuda a la admiración de la red separando 
por segmentos lógicos cada área y se usa para evitar saturación en la red, estas 
pueden estar configuradas en un switch como acceso o troncal según la necesidad 
del usuario. 
EIGRP: Es el protocolo de enrutamiento de tipo vector distancia, propiedad de cisco 
system, ofrece tiempos de convergencia extremadamente rápidos con mínimo 
tráfico en la red. Algunas de sus ventajas principales es actualizaciones limitadas, 
solo transmite paquetes de saludo para establecer y mantener las adyacencias de 
vecinos y actualizaciones parciales solo cuando hay cambios de topología en la red. 
LOOPBACK: Es una interfaz de red virtual, una dirección especial que los hosts 
utilizan para dirigir el tráfico hacia ellos mismos, crea un método de acceso directo 
para las aplicaciones y servicios TCP/IP que se ejecutan en el mismo dispositivo 
para comunicarse entre sí. 
OSPF: es un protocolo de direccionamiento de tipo enlace-estado, tiempo de 
convergencia es menor a un protocolo de enrutamiento que usa Bellman-Ford que 
es Vector Distancia como RIP. diseñado para trabajar en redes muy grandes 
ROUTER: Es un dispositivo o equipo hardware capa 3, que permite realizar 
múltiples configuraciones para la interconexión de dispositivos en una red, 
administración y diseño lógico de una red. 
DHCP: Protocolo de configuración dinámica de host, es un protocolo de red donde 
un servidor DHCP realiza la asignación dinámica de direccionamiento IP. 
SWITCH: Es un dispositivo hardware, existen dos tipos capa 2 o capa 3, que se 
utiliza para conectar varios dispositivos dentro de la misma red, permite mayor 
control y protección en la red. 
7 
 
LACP: LACP permite que un switch negocie un grupo automático mediante el envío 
de paquetes LACP al peer. Realiza una función similar a PAgP con EtherChannel 
de Cisco. Debido a que LACP es un estándar IEEE, se puede usar para facilitar los 
EtherChannel en entornos de varios proveedores. En los dispositivos de Cisco, se 
admiten ambos protocolos. 
VTP: Es un protocolo propio de cisco que sirve para centralizar la administración de 
VLAN desde un mismo SW, donde se crea una o varias VLAN y los demás 
dispositivos la reciben automáticamente. 
PORT-CHANNEL:  Es una técnica que permite balancear el tráfico entre varios 
puertos permitiendo aumentar el ancho de banda, aumentar la redundancia 
INTERFACE: Es el medio donde un usuario puede comunicarse con un dispositivo 
















El presente documento se hace como opción de grado para optar al título 
Ingeniero de telecomunicaciones, está enfocado en la preparación como 
profesional en el área tecnológica, mediante este diplomado de profundización 
CCNP (CISCO), se desarrollan competencias y habilidades para el diseño, 
implementación y solución de problemas en diferentes escenarios. 
Fue de vital importancia estudiar sobre los diferentes protocolos de enrutamiento, 
correcta configuración de Router y Switches, configuración de puertos, etc. Como 
evidencia final se implementan dos laboratorios, trabajados bajo simuladores 
como Packet tracer y GNS3. Facilitando la configuración de dispositivos capa 2 y 
capa 3. 
La importancia de las buenas practicas que debe realizar un administrador de red, 
para mitigar problemas y optimizar de la mejor manera su arquitectura  
 













This document is made as a degree option to opt for the title of 
Telecommunications Engineer, it is focused on the preparation as a professional in 
the technological area, through this diploma of deepening CCNP (CISCO), 
competencies and skills are developed for the design, implementation and 
troubleshooting in different scenarios. 
It was of vital importance to study about the different routing protocols, correct 
configuration of Router and Switches, port configuration, etc. As final evidence, two 
laboratories are implemented, worked under simulators such as Packet tracer and 
GNS3. Facilitating the configuration of layer 2 and layer 3 devices. 
The importance of good practices that a network administrator should perform, to 
mitigate problems and optimize in the best way its architecture. 















El presente informe se expone el resultado final del diplomado de profundización 
CCNP Cisco . Consiste en el desarrollo de dos escenarios implementados en los 
softwares de simulación Packet Tracert y GNS3. Aplicando las competencias 
teóricas/prácticas para lograr implementación, administración, seguridad y 
solución de problemas de redes de pequeñas y grandes escalas. La importancia 
del Routing y switching y la correcta implementación del mismo.  
Durante este proceso se ejecutaron varios laboratorios que fueron base para el 
desarrollo de estos dos últimos escenarios. Logrando la implementación y uso de 
protocolos tanto de enrutamiento , seguridad y optimización para router y switches, 
correcta administración y segmentación de redes. 
En el primer escenario se implementaron cinco Routers Cisco en el software de 
simulación GNS3. Se establece conexiones mediando interfaces Loopback, se 
asigna direccionamiento IP para cada uno de los Routers, se combina dos tipos de 
enrutamiento EIGRP y OSPF en la misma topología garantizando el enrutamiento 
e interconexión de la red. 
En el segundo escenario se utilizaron cuatro switches configurables en una misma 
topología. Este laboratorio tenía como finalidad realizar la asignación de nombres 
para cada dispositivo, configuración de VLAN, puertos de acceso o troncales 
según la necesidad, Implementación de VTP para facilitar la administración de 







PRIMER ESCENARIO   
 














DIAGRAMA / TOPOLOGIA  
 




Aplique las configuraciones iniciales y los protocolos de enrutamiento para los 
routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los 
routers. Configurar las interfaces con las direcciones que se muestran en la 
topología de red. 
 
Se realiza la asignación de direccionamiento IP para cada uno de los router 
según las interfaces de conexión, adicional se realiza el enrutamiento OSPF y 
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Serial 1/2     80.50.42.1/24 
80.50.42.2/2
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ROUTER _1>enable (Ingreso al Modo Privilegiado) 
ROUTER _1>Configure Terminal (Ingreso al modo de configuración ) 
ROUTER_1(config)#interface serial 1/0 (Ingreso a interfaz ) 
ROUTER_1(config-if)#ip address 150.20.15.1 255.255.255.0 (Asignación 
direccionamiento IP ) 
ROUTER_1(config-if)#no shutdown (encender la interfaz) 
ROUTER_1(config)#router ospf 1 (configuración para el proceso de enrutamiento.) 
ROUTER_1(config-router)#network 150.20.15.0 0.0.0.255 area 150 (Habilitar el 
enrutamiento en una red IP.) 
ROUTER_1(config-router)# 
 
ROUTER 2  
ROUTER _1> 
ROUTER _1>enable (Ingreso al Modo Privilegiado) 
ROUTER _1>Configure Terminal (Ingreso al modo de configuración ) 
ROUTER_2(config)#interface serial1/0  (Ingreso a interfaz ) 
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ROUTER_2(config-if)#ip address 150.20.15.2 255.255.255.0  (Asignación 
direccionamiento IP ) 
ROUTER_2(config-if)#no shutdown (encender la interfaz) 
ROUTER_2(config-if)#exit (Finalizar conexión) 
ROUTER_2(config)#interface serial 1/1 (Ingreso a interfaz ) 
ROUTER_2(config-if)#ip address 150.20.20.1 255.255.255.0 (Asignación 
direccionamiento IP ) 
ROUTER_2(config-if)#no shutdown  (encender la interfaz) 
ROUTER_2(config-if)#exit (Finalizar conexión) 
ROUTER_2(config)#router ospf 1 (configuración para el proceso de enrutamiento.) 
ROUTER_2(config-router)#network 150.20.15.0 0.0.0.255 area 150 (Habilitar el 
enrutamiento en una red IP.) 
ROUTER_2(config-router)#network 150.20.20.0 0.0.0.255 area 150(Habilitar el 





ROUTER _1>enable (Ingreso al Modo Privilegiado) 
ROUTER _1>Configure Terminal (Ingreso al modo de configuración ) 
ROUTER_3(config)#interface serial 1/1 (Ingreso a interfaz ) 
ROUTER_3(config-if)#ip address 150.20.20.2 255.255.255.0 (Asignación 
direccionamiento IP ) 
ROUTER_3(config-if)#no shutdown (encender la interfaz) 
ROUTER_3(config-if)#exit (Finalizar conexión) 
ROUTER_3(config)#interface serial 1/2  (Ingreso a interfaz ) 
ROUTER_3(config-if)#ip address 80.50.42.1 255.255.255.0 (Asignación 
direccionamiento IP ) 
ROUTER_3(config-if)#no shutdown (encender la interfaz) 
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ROUTER_3(config-if)#exit (Finalizar conexión) 
ROUTER_3(config)#router ospf 1 (configuración para el proceso de enrutamiento.) 
ROUTER_3(config-router)#network 150.20.20.0 0.0.0.255 area 150 (Habilitar el 
enrutamiento en una red IP.) 
ROUTER_3(config-router)#router EIGRP 51 (configuración para el proceso de 
enrutamiento Protololo EIGRP.) 
ROUTER_3(config-router)#network 80.50.42.0 0.0.0.255 (Habilitar el enrutamiento 
en una red IP.) 
ROUTER_3(config-router)#network 80.50.30.0 0.0.0.255 (Habilitar el enrutamiento 
en una red IP.) 
 
ROUTER 4  
ROUTER _4>enable (Ingreso al Modo Privilegiado) 
ROUTER _4>Configure Terminal (Ingreso al modo de configuración ) 
ROUTER_4(config)#interface serial 1/2  (Ingreso a interfaz ) 
ROUTER_4(config-if)#ip address 80.50.42.2 255.255.255.0 (Asignación 
direccionamiento IP ) 
ROUTER_4(config-if)#no shutdown (encender la interfaz) 
ROUTER_4(config-if)#exit (Finalizar conexión) 
ROUTER_4(config)#interface serial 1/3 (Ingreso a interfaz ) 
ROUTER_4(config-if)#ip address 80.50.30.1 255.255.255.0 (Asignación 
direccionamiento IP ) 
ROUTER_4(config-if)#no shutdown (encender la interfaz) 
ROUTER_4(config-if)#exit (Finalizar conexión) 
ROUTER_4(config)#router eigrp 51 (configuración para el proceso de enrutamiento 
Protololo EIGRP.) 
ROUTER_4(config-router)#network 80.50.42.0 0.0.0.255 (Habilitar el enrutamiento 
en una red IP.) 
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ROUTER_4(config-router)#network 80.50.30.0 0.0.0.255 (Habilitar el enrutamiento 





ROUTER _5>enable (Ingreso al Modo Privilegiado) 
ROUTER _5>Configure Terminal (Ingreso al modo de configuración ) 
ROUTER_5(config)#interface serial 1/3 (Ingreso a interfaz ) 
ROUTER_5(config-if)#ip address 80.50.30.2 255.255.255.0 (Asignación 
direccionamiento IP ) 
ROUTER_5(config-if)#no shutdown (encender la interfaz) 
ROUTER_5(config-if)#exit (Finalizar conexión) 
ROUTER_5(config)#router eigrp 51 (configuración para el proceso de enrutamiento 
Protololo EIGRP.) 
ROUTER_5(config-router)#network 80.50.30.0 0.0.0.255 255 (Habilitar el 




Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 20.1.0.0/22 y configure esas interfaces para participar en el área 5 
de OSPF. 
 
Se crean cuatro interfaces virtuales loopback en el router número uno, y se 
asigna direccionamiento dentro del segmento 20.1.0.0/22 y se realiza el 





ROUTER _1>enable (Ingreso al Modo Privilegiado) 
ROUTER _1>Configure Terminal (Ingreso al modo de configuración ) 
ROUTER_1(config)#interface loopback 0 (Creación interfaz lógica interna en el 
router) 
ROUTER_1(config-if)#ip address 20.1.0.1 255.255.252.0 (Asignación dirección IP a 
la interfaz loopback) 
ROUTER_1(config-if)#interface loopback 1 (Creación interfaz lógica interna en el 
router) 
ROUTER_1(config-if)#ip address 20.1.4.1 255.255.252.0 (Asignación dirección IP a 
la interfaz loopback) 
ROUTER_1(config-if)#interface loopback 2 (Creación interfaz lógica interna en el 
router) 
ROUTER_1(config-if)#ip address 20.1.8.1 255.255.252.0 (Asignación dirección IP a 
la interfaz loopback) 
ROUTER_1(config-if)#interface loopback 3 (Creación interfaz lógica interna en el 
router) 
ROUTER_1(config-if)#ip address 20.1.12.1 255.255.252.0 (Asignación dirección IP 
a la interfaz loopback) 
ROUTER_1(config-if)# 
ROUTER_1(config)#ROUTER OSpf 1 (configuración para el proceso de 
enrutamiento ) 
ROUTER_1(config-router)#network 20.1.0.0 0.0.3.255 area 150 (Habilitar el 
enrutamiento en una red IP.) 
ROUTER_1(config-router)#network 20.1.4.0 0.0.3.255 area 150 (Habilitar el 
enrutamiento en una red IP.) 
ROUTER_1(config-router)#network 20.1.8.0 0.0.3.255 area 150 (Habilitar el 
enrutamiento en una red IP.) 
ROUTER_1(config-router)#network 20.1.12.0 0.0.3.255 area 150 (Habilitar el 




Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación 
de direcciones 180.5.0.0/22  y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 51. 
 
Se crean cuatro interfaces virtuales loopback en el router número cinco, y se 
asigna direccionamiento dentro del segmento 180.5.0.0/22 y se realiza el 
enrutamiento con el protocolo EIGRP 51.  
 
ROUTER 5 
ROUTER _5>enable (Ingreso al Modo Privilegiado) 
ROUTER _5>Configure Terminal (Ingreso al modo de configuración ) 
ROUTER_5(config)#interface loopback 0 (Creación interfaz lógica interna en el 
router) 
ROUTER_5(config-if)#ip address 180.5.0.1 255.255.252.0 0 (Asignación dirección 
IP a la interfaz loopback) 
ROUTER_5(config-if)#interface loopback 1 (Creación interfaz lógica interna en el 
router) 
ROUTER_5(config-if)#ip address 180.5.4.1 255.255.252.0 0 (Asignación dirección 
IP a la interfaz loopback) 
 
ROUTER_5(config-if)#interface loopback 2 (Creación interfaz lógica interna en el 
router) 
ROUTER_5(config-if)#ip address 180.5.8.1 255.255.252.0 0 (Asignación dirección 
IP a la interfaz loopback) 
ROUTER_5(config-if)#interface loopback 3 (Creación interfaz lógica interna en el 
router) 
ROUTER_5(config-if)#ip address 180.5.12.1 255.255.252.0 0 (Asignación dirección 




ROUTER_5(config)#router eigrp 51 (configuración para el proceso de enrutamiento 
con protocolo EIGRP) 
ROUTER_5(config-router)#network 180.5.0.0 0.0.3.255 (Habilitar el enrutamiento 
en una red IP.) 
ROUTER_5(config-router)#network 180.5.4.0 0.0.3.255 (Habilitar el enrutamiento 
en una red IP.)  
ROUTER_5(config-router)#network 180.5.8.0 0.0.3.255 (Habilitar el enrutamiento 
en una red IP.) 
ROUTER_5(config-router)#network 180.5.12.0 0.0.3.255 (Habilitar el enrutamiento 
en una red IP.) 
ROUTER_5(config-router)# 
 
1.  Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
 




En la tabla que genera el comando show ip route, se puede evidenciar el 
aprendizaje de tablas de ruteo de la red, en este caso hay aprendizaje de las 
redes loopback y se representan por las letras O del protocolo OSPF y D en 
EIGRP 
PASO4  
 Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo 
de 80000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho 
de banda T1 y 50,000 microsegundos de retardo. 
 
ROUTER 3 
ROUTER _3>enable (Ingreso al Modo Privilegiado) 
ROUTER _3>Configure Terminal (Ingreso al modo de configuración ) 
ROUTER_3(config)#router ospf 1(configuración para el proceso de enrutamiento) 
ROUTER_3(config-router)#redistribute eigrp 51 metric 80000 subnets 
(Redistribución de las rutas OSPF en EIGRP) 
ROUTER_3(config-router)#exit 
ROUTER_3(config)#router eigrp 5151 (configuración para el proceso de 
enrutamiento con protocolo EIGRP) 
ROUTER_3(config-router)#redistribute ospf 1 metric 1544 50000 255 255 1500 










 Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen 
en su tabla de enrutamiento mediante el comando show ip route. 
ROUTER 1  















PASO 7 BACKUPS ROUTER  
 
ROUTER 1  
ROUTER_1#SHOW RUNning-config (Verificación configuración del dispositivo) 
Building configuration... 
Current configuration : 2089 bytes 




service timestamps debug datetime msec 




no aaa new-model 
no ip icmp rate-limit unreachable 
ip cef 
no ip domain lookup 
no ipv6 cef 
multilink bundle-name authenticated 
ip tcp synwait-time 5 
interface Loopback0 
 ip address 20.1.0.1 255.255.252.0 
interface Loopback1 
 ip address 20.1.4.1 255.255.252.0 
interface Loopback2 
 ip address 20.1.8.1 255.255.252.0 
interface Loopback3 




 no ip address 
 shutdown 
 duplex auto 
interface GigabitEthernet0/0 
 no ip address 
 shutdown 
 media-type gbic 
 speed 1000 
 duplex full 
 negotiation auto 
interface Serial1/0 
 ip address 150.20.15.1 255.255.255.0 
 serial restart-delay 0 
interface Serial1/1 
 no ip address 
 shutdown 
 serial restart-delay 0 
interface Serial1/2 
 no ip address 
 shutdown 




 no ip address 
 shutdown 
 serial restart-delay 0 
interface Serial1/4 
 no ip address 
 shutdown 
 serial restart-delay 0 
interface Serial1/5 
 no ip address 
 shutdown 
 serial restart-delay 0 
interface Serial1/6 
 no ip address 
 shutdown 
 serial restart-delay 0 
interface Serial1/7 
 no ip address 
 shutdown 
 serial restart-delay 0 
interface GigabitEthernet2/0 




 negotiation auto 
interface GigabitEthernet3/0 
 no ip address 
 shutdown 
 negotiation auto 
interface GigabitEthernet4/0 
 no ip address 
 shutdown 
 negotiation auto 
router ospf 1 
 network 20.1.4.0 0.0.3.255 area 150 
 network 20.1.8.0 0.0.3.255 area 150 
 network 20.1.12.0 0.0.3.255 area 150 
 network 150.20.15.0 0.0.0.255 area 150 
ip forward-protocol nd 
no ip http server 





line con 0 
27 
 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 
line aux 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 








ROUTER_2#SHOW RUNning-config  (Verificación configuración del dispositivo) 
Building configuration... 
 
Current configuration : 1801 bytes 
 




service timestamps debug datetime msec 





no aaa new-model 
no ip icmp rate-limit unreachable 
ip cef 
 
no ip domain lookup 
no ipv6 cef 
multilink bundle-name authenticated 
 
ip tcp synwait-time 5 
! 
interface Ethernet0/0 
 no ip address 
 shutdown 





 no ip address 
 shutdown 
 media-type gbic 
 speed 1000 
 duplex full 
 negotiation auto 
! 
interface Serial1/0 
 ip address 150.20.15.2 255.255.255.0 
 serial restart-delay 0 
! 
interface Serial1/1 
 ip address 150.20.20.1 255.255.255.0 
 serial restart-delay 0 
! 
interface Serial1/2 
 no ip address 
 shutdown 





 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial1/4 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial1/5 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial1/6 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial1/7 




 serial restart-delay 0 
! 
interface GigabitEthernet2/0 
 no ip address 
 shutdown 
 negotiation auto 
! 
interface GigabitEthernet3/0 
 no ip address 
 shutdown 
 negotiation auto 
! 
interface GigabitEthernet4/0 
 no ip address 
 shutdown 
 negotiation auto 
! 
router ospf 1 
 network 150.20.15.0 0.0.0.255 area 150 
 network 150.20.20.0 0.0.0.255 area 150 
! 
ip forward-protocol nd 
32 
 
no ip http server 
no ip http secure-server 
! 
control-plane 
line con 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 
line aux 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 











ROUTER 3    
 
ROUTER_3#SHOW RUNning-config  (Verificación configuración del dispositivo) 
Building configuration... 
 
Current configuration : 1934 bytes 
! 
! Last configuration change at 14:52:07 UTC Fri May 28 2021 
! 
version 15.2 
service timestamps debug datetime msec 





no aaa new-model 
no ip icmp rate-limit unreachable 
ip cef 
no ip domain lookup 
no ipv6 cef 
multilink bundle-name authenticated! 
34 
 




 no ip address 
 shutdown 
 duplex auto 
! 
interface GigabitEthernet0/0 
 no ip address 
 shutdown 
 media-type gbic 
 speed 1000 
 duplex full 
 negotiation auto 
! 
interface Serial1/0 
 no ip address 
 shutdown 





 ip address 150.20.20.2 255.255.255.0 
 serial restart-delay 0 
! 
interface Serial1/2 
 ip address 80.50.42.1 255.255.255.0 
 serial restart-delay 0 
! 
interface Serial1/3 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial1/4 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial1/5 
 no ip address 
 shutdown 





 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial1/7 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface GigabitEthernet2/0 
 no ip address 
 shutdown 
 negotiation auto 
! 
interface GigabitEthernet3/0 
 no ip address 
 shutdown 
 negotiation auto 
! 
interface GigabitEthernet4/0 




 negotiation auto 
! 
! 
router eigrp 51 
 network 80.50.30.0 0.0.0.255 
 network 80.50.42.0 0.0.0.255 
 redistribute ospf 1 metric 1544 50000 255 1 1500 
router ospf 1 
 redistribute eigrp 51 metric 80000 subnets 
 network 150.20.20.0 0.0.0.255 area 150 
! 
ip forward-protocol nd 
no ip http server 
no ip http secure-server 
 
control-plane! 
line con 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 
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line aux 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 





ROUTER 4  
ROUTER_4#   SHOW RUNNing-config  (Verificación configuración del dispositivo) 
Building configuration... 
 
Current configuration : 1783 bytes 
! 
! Last configuration change at 14:12:21 UTC Fri May 28 2021 
! 
version 15.2 
service timestamps debug datetime msec 







no aaa new-model 
no ip icmp rate-limit unreachable 
ip cef 
! 
no ip domain lookup 
no ipv6 cef 
multilink bundle-name authenticated! 
! 
ip tcp synwait-time 5 
interface Ethernet0/0 
 no ip address 
 shutdown 
 duplex auto 
! 
interface GigabitEthernet0/0 
 no ip address 
 shutdown 
 media-type gbic 
 speed 1000 
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 duplex full 
 negotiation auto 
! 
interface Serial1/0 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial1/1 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial1/2 
 ip address 80.50.42.2 255.255.255.0 
 serial restart-delay 0 
! 
interface Serial1/3 
 ip address 80.50.30.1 255.255.255.0 





 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial1/5 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial1/6 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial1/7 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface GigabitEthernet2/0 




 negotiation auto 
! 
interface GigabitEthernet3/0 
 no ip address 
 shutdown 
 negotiation auto 
! 
interface GigabitEthernet4/0 
 no ip address 
 shutdown 
 negotiation auto 
! 
! 
router eigrp 51 
 network 80.50.30.0 0.0.0.255 
 network 80.50.42.0 0.0.0.255 
! 
ip forward-protocol nd 
! 
! 
no ip http server 








line con 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 
line aux 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 









ROUTER_5#SHOW RUNNing-config  (Verificación configuración del dispositivo) 
Building configuration... 
 
Current configuration : 2091 bytes 
! 
! Last configuration change at 14:35:33 UTC Fri May 28 2021 
! 
version 15.2 
service timestamps debug datetime msec 









no aaa new-model 





no ip domain lookup 
no ipv6 cef 
! 
! 
multilink bundle-name authenticated 
ip tcp synwait-time 5 
! 
interface Loopback0 
 ip address 180.5.0.1 255.255.252.0 
! 
interface Loopback1 
 ip address 180.5.4.1 255.255.252.0 
! 
interface Loopback2 
 ip address 180.5.8.1 255.255.252.0 
! 
interface Loopback3 
 ip address 180.5.12.1 255.255.252.0 
! 
interface Ethernet0/0 




 duplex auto 
! 
interface GigabitEthernet0/0 
 no ip address 
 shutdown 
 media-type gbic 
 speed 1000 
 duplex full 
 negotiation auto 
! 
interface Serial1/0 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial1/1 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial1/2 




 serial restart-delay 0 
! 
interface Serial1/3 
 ip address 80.50.30.2 255.255.255.0 
 serial restart-delay 0 
! 
interface Serial1/4 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial1/5 
 no ip address 
 shutdown 
 serial restart-delay 0 
interface Serial1/6 
 no ip address 
 shutdown 
 serial restart-delay 0 
interface Serial1/7 




 serial restart-delay 0 
interface GigabitEthernet2/0 
 no ip address 
 shutdown 
 negotiation auto 
! 
interface GigabitEthernet3/0 
 no ip address 
 shutdown 
 negotiation auto 
interface GigabitEthernet4/0 
 no ip address 
 shutdown 
 negotiation auto 
router eigrp 51 
 network 80.50.30.0 0.0.0.255 
 network 180.5.0.0 0.0.3.255 
 network 180.5.4.0 0.0.3.255 
 network 180.5.8.0 0.0.3.255 
 network 180.5.12.0 0.0.3.255 
ip forward-protocol nd 
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no ip http server 
no ip http secure-server 
control-plane 
line con 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 
line aux 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 










ESCENARIO DOS  
 






Configurar la red de acuerdo con las especificaciones.  
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 PASO1  
a. Apagar todas las interfaces en cada switch. 
DLS1 
Switch >enable (Ingreso al Modo Privilegiado) 
Switch> Configure Terminal (Ingreso al modo de configuración ) 
DLS1(config)#interface vlan 99 (ingreso a interfaz VLAN) 
DLS1(config-if)#ip address 10.12.12.1 255.255.255.252 (Asignar IP a la interface 
VLAN) 
DLS1(config-if)#no shut (Apagar la interfaz) 
 
DLS2 
Switch >enable (Ingreso al Modo Privilegiado) 
Switch> Configure Terminal (Ingreso al modo de configuración ) 
Switch(config)#int range fa0/1-24  (Ingreso a interfaz ) 
Switch(config-if-range)#shut (Apagar la interfaz) 
 
ALS1 
Switch >enable (Ingreso al Modo Privilegiado) 
Switch> Configure Terminal (Ingreso al modo de configuración ) 
Switch(config)#int range fa0/1-24 (Ingreso a interfaz ) 
Switch(config-if-range)#shut (Apagar la interfaz) 
ALS2 
Switch(config)#int range fa0/1-24 (Ingreso a interfaz ) 
Switch(config-if-range)#shut (Apagar la interfaz) 
 
b. Asignar un nombre a cada switch acorde con el escenario establecido. 
DLS1 
Switch >enable (Ingreso al Modo Privilegiado) 
Switch> Configure Terminal (Ingreso al modo de configuración ) 
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Switch (config)#hostname DLS1  (Asigno nombre al Router) 
DLS1(config)# 
DLS2 
Switch >enable (Ingreso al Modo Privilegiado) 
Switch> Configure Terminal (Ingreso al modo de configuración ) 
Switch (config)#HOStname DLS2 (Asigno nombre al Router) 
DLS2(config)# 
ALS1 
Switch >enable (Ingreso al Modo Privilegiado) 
Switch> Configure Terminal (Ingreso al modo de configuración ) 
Switch (config)#HOStname ALS1 (Asigno nombre al Router) 
ALS1(config)# 
ALS2 
Switch >enable (Ingreso al Modo Privilegiado) 
Switch> Configure Terminal (Ingreso al modo de configuración ) 
Switch (config)#HOStname ALS2 (Asigno nombre al Router) 
ALS2(config)# 
 
 c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
PASO 2  
La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando LACP. 
Para DLS1 se utilizará la dirección IP 10.20.20.1/30 y para DLS2 utilizará 
10.20.20.2/30. 
DLS1:10.20.20.1/30 
Enter configuration commands, one per line.  End with CNTL/Z. 
DLS1>Configure Terminal (Ingreso al modo de configuración ) 
DLS1(config)#interface range fastEthernet 0/11-12 (Ingresar a la o las interfaces) 
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DLS1(config-if-range)#channel-protocol lacp (Activar protocolo LACP en las 
interfaces) 
DLS1(config-if-range)#channel-group 1 mode active ( Activar la interconexión de 
puertos) 
DLS1(config-if-range)#exit 
DLS1(config)#interface port-channel 1 (Ingresar a la interfaz ether-channel) 
DLS1(config-if)#no shutdown (Encender el puerto) 





Enter configuration commands, one per line.  End with CNTL/Z. 
DLS2# Configure Terminal (Ingreso al modo de configuración ) 
DLS2(config)#interface range fastEthernet 0/11-12 (Ingresar a la o las interfaces) 
DLS2(config-if-range)#channel-protocol lacp (Activar protocolo LACP en las 
interfaces) 




DLS2(config)#interface port-channel 1 (Ingresar a la interfaz ether-channel) 
DLS2(config-if)#no shutdown (Encender el puerto) 
DLS2(config-if)#ip address 10.20.20.2 255.255.255.252 252 (Asignación dirección 
IP al ether-channel) 
DLS2(config-if)# 
Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
 
DLS1# Configure Terminal (Ingreso al modo de configuración ) 
DLS1(config)#interface range fastEthernet 0/7-8 (Ingresar a la o las interfaces) 
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DLS1(config-if-range)#channel-protocol LACP (Activar protocolo LACP en las 
interfaces) 
DLS1(config-if-range)#channel-group 2 mode active active ( Activar la interconexión 
de puertos) 
DLS1(config-if-range)#exit 
DLS1(config)#interface port-channel 2  (Ingresar a la interfaz ether-channel) 
DLS1(config-if)#switchport trunk encapsulation dot1q (Activar la encapsulación en 
el puerto troncal) 





DLS2# Configure Terminal (Ingreso al modo de configuración ) 
DLS2(config)#interface range fastEthernet 0/7-8 (Ingresar a la o las interfaces) 
 
DLS2(config-if-range)#channel-protocol LACP (Activar protocolo LACP en las 
interfaces) 
DLS2(config-if-range)#channel-group 2 mode active  ( Activar la interconexión de 
puertos) 
DLS2(config-if-range)#exit 
DLS2(config)#interface port-channel 2 (Ingresar a la interfaz ether-channel) 
DLS2(config-if)#switchport trunk encapsulation dot1q (Activar la encapsulación en 
el puerto troncal) 
DLS2(config-if)#switchport mode trunk (Activar el modo troncal en el puerto) 
DLS2(config-if)# 
ALS1 
ALS1# Configure Terminal (Ingreso al modo de configuración ) 
ALS1(config)#interface range fastEthernet 0/7-8 (Ingresar a la o las interfaces) 
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ALS1(config-if-range)#channel-protocol LACP LACP (Activar protocolo LACP en las 
interfaces) 
ALS1(config-if-range)#channel-group 2 mode active active  ( Activar la interconexión 
de puertos) 
ALS1(config-if-range)#no shutdown (encender la interface) 
ALS1(config-if-range)#exit 
ALS1(config)#interface port-channel 2  (Ingresar a la interfaz ether-channel) 





ALS2# Configure Terminal (Ingreso al modo de configuración ) 
ALS2(config)#interface range fastEthernet 0/7-8 (Ingresar a la o las interfaces) 
ALS2(config-if-range)#channel-protocol LACP  (Activar protocolo LACP en las 
interfaces) 
ALS2(config-if-range)#channel-group 2 mode active ( Activar la interconexión de 
puertos) 
ALS2(config-if-range)#no shutdown  (encender la interface) 
ALS2(config-if-range)#exit 
ALS2(config)#interface port-channel 2 (Ingresar a la interfaz ether-channel) 
ALS2(config-if)#switchport mode trunk (Activar modo troncal) 
ALS2(config-if)# 
 
Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 
 
DLS1 
DLS1# Configure Terminal (Ingreso al modo de configuración ) 
DLS1(config)#interface range FastEthernet 0/9-10  (Ingresar a la o las interfaces) 
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DLS1(config-if-range)#channel-protocol PAgP (Activar protocolo PAgP en las 
interfaces) 





DLS2# Configure Terminal (Ingreso al modo de configuración ) 
DLS2(config)#interface range FastEthernet 0/9-10 (Ingresar a la o las interfaces) 
DLS2(config-if-range)#channel-protocol PAgP (Activar protocolo PAgP en las 
interfaces) 




ALS1# Configure Terminal (Ingreso al modo de configuración ) 
ALS1(config)#interface range FastEthernet 0/9-10 (Ingresar a la o las interfaces) 
ALS1(config-if-range)#channel-protocol PAgP (Activar protocolo PAgP en las 
interfaces) 






ALS2# Configure Terminal (Ingreso al modo de configuración ) 
ALS2(config)#interface range FastEthernet 0/9-10 
ALS2(config-if-range)#channel-protocol PAgP 





a.  Todos los puertos troncales serán asignados a la VLAN 600 como la 
VLAN nativa. 
DLS1 
DLS1# Configure Terminal (Ingreso al modo de configuración ) 
DLS1(config)#interface range fastEthernet 0/7-12 10 (Ingresar a la o las interfaces) 
DLS1(config-if-range)#switchport trunk native vlan 600 (Asignar puerto troncal con  
VLAN nativa) 
DLS1(config-if-range)#switchport mode trunk (Activar modo troncal) 
DLS1(config-if-range)#switchport nonegotiate (Activar cuando los puertos son 
troncales) 
DLS1(config-if-range)#no shutdown (Encender interfaces) 
 
Se realiza la misma configuración en DLS2, ALS1 Y ALS2. 
 
PASO 3 
 Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 




DLS1# Configure Terminal (Ingreso al modo de configuración ) 
DLS1(config)# vtp domain CISCO (Establecer el nombre del Dominio) 
DLS1(config)# vtp version 2 ( establecer la versión de VTP) 
DLS1(config)# vtp mode server (Activar como servidor) 
DLS1(config)# vtp password ccnp32126  (Asignar contraseña) 
ALS1: 
ALS1(config)# vtp domain CISCO (Establecer el nombre del Dominio) 
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ALS1(config)# vtp version 2 ( establecer la versión de VTP) 
ALS1(config)# vtp mode client  (Activar como Cliente) 
ALS1(config)# vtp password ccnp321 (Asignar contraseña) 
ALS1(config)# end 
ALS2: 
ALS2(config)# vtp domain CISCO (Establecer el nombre del Dominio) 
ALS2(config)# vtp version 2 ( establecer la versión de VTP) 
ALS2(config)# vtp mode client (Activar como Cliente) 
ALS2(config)# vtp password ccnp321 (Asignar contraseña) 
ALS2(config)# end 
 
b.  Configurar DLS1 como servidor principal para las VLAN.  
 
DLS1# Configure Terminal (Ingreso al modo de configuración ) 
DLS1(config)#vtp mode server  (Activar modo servidor ) 
Device mode already VTP SERVER. 
DLS1(config)# 
 
c.  Configurar ALS1 y ALS2 como clientes VTP. 
 
 
ALS1# Configure Terminal (Ingreso al modo de configuración ) 
ALS1(config)#vtp mode client  (Activar modo cliente VTP) 
Setting device to VTP CLIENT mode. 
ALS1(config)# 
 
ALS2# Configure Terminal (Ingreso al modo de configuración ) 
ALS2(config)#vtp mode client  (Activar modo cliente VTP) 






 Configurar en el servidor principal las siguientes VLAN: 
Tabla 2_VLAN 
Número de VLAN  Nombre de VLAN  Número de VLAN Nombre de VLAN 
600 NATIVA 420 PROVEEDORES 
15 ADMON 100 SEGUROS 
240 CLIENTES 1050 VENTAS 
1112 MULTIMEDIA 3550 PERSONAL 
 
 
DLS1# Configure Terminal (Ingreso al modo de configuración ) 
DLS1(config)#vlan 600 (Crear VLAN ) 
DLS1(config-vlan)#name NATIVA  (Nombrar VLAN) 
DLS1(config-vlan)#exit 
DLS1(config)#vlan 15 (Crear VLAN ) 
DLS1(config-vlan)#name ADMON (Nombrar VLAN) 
DLS1(config-vlan)#exit 
DLS1(config)#vlan 240 (Crear VLAN ) 
DLS1(config-vlan)#name CLIENTES (Nombrar VLAN) 
DLS1(config-vlan)#exit 
DLS1(config)#vlan 420 (Crear VLAN ) 
DLS1(config-vlan)#name PROVEEDORES (Nombrar VLAN) 
DLS1(config-vlan)#exit 
DLS1(config)#vlan 100 (Crear VLAN ) 
DLS1(config-vlan)#name SEGUROS (Nombrar VLAN) 
DLS1(config-vlan)#exit 
DLS1(config)#vtp mode transparent (Ingresar al modo transparente VTP, para 
poder ingresar a las VLAN de modo extendido. 
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Setting device to VTP TRANSPARENT mode. 
DLS1(config)#vlan 1112 (Crear VLAN ) 
DLS1(config-vlan)#name MULTIMEDIA (Nombrar VLAN) 
DLS1(config-vlan)#exit 
DLS1(config)#vlan 1050 (Crear VLAN ) 
DLS1(config-vlan)#name VENTAS (Nombrar VLAN) 
DLS1(config)#vlan 3550 (Crear VLAN ) 






En DLS1, suspender la VLAN 420. 
DLS1# Configure Terminal (Ingreso al modo de configuración ) 






Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1. 
 
DLS2# Configure Terminal (Ingreso al modo de configuración ) 
DLS2(config)#vtp domain CISCO (Establecer el nombre del Dominio) 
Domain name already set to CISCO.  
DLS2(config)#vtp version 2  ( establecer la versión de VTP) 
DLS2(config)#vtp mode transparent  (Ingresar al modo transparente VTP, para 
poder ingresar a las VLAN de modo extendido. 
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Setting device to VTP TRANSPARENT mode. 
DLS2(config)#vlan 500 (Crear VLAN) 
DLS2(config-vlan)#name NATIVA (Nombrar VLAN) 
DLS2(config-vlan)#exit 
DLS2(config)#vlan 15 (Crear VLAN) 
DLS2(config-vlan)#name ADMON (Nombrar VLAN) 
DLS2(config-vlan)#exit 
DLS2(config)#vlan 240 (Crear VLAN) 
DLS2(config-vlan)#name CLIENTES (Nombrar VLAN) 
DLS2(config-vlan)#exit 
DLS2(config)#vlan 1112 (Crear VLAN) 
DLS2(config-vlan)#name MULTIMEDIA (Nombrar VLAN) 
DLS2(config-vlan)#exit 
DLS2(config)#vlan 420 (Crear VLAN) 
DLS2(config-vlan)#name PROVEEDORES (Nombrar VLAN) 
DLS2(config-vlan)#exit 
DLS2(config)#vlan 100 (Crear VLAN) 
DLS2(config-vlan)#name SEGUROS (Nombrar VLAN) 
DLS2(config-vlan)#exit 
DLS2(config)#vlan 1050 (Crear VLAN) 
DLS2(config-vlan)#name VENTAS (Nombrar VLAN) 
DLS2(config-vlan)#exit 
DLS2(config)#vlan 3550 (Crear VLAN) 




h. Suspender VLAN 420 en DLS2. 
DLS2# Configure Terminal (Ingreso al modo de configuración ) 






En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red. 
DLS2# Configure Terminal (Ingreso al modo de configuración ) 
DLS2(config)#VLAN 567 (Crear VLAN) 





Configurar DLS1 como Spanning tree root para las VLANs 1, 15, 420, 600, 1050, 
1112 y 3550 y como raíz secundaria para las VLAN 100 y 240. 
DLS1# Configure Terminal (Ingreso al modo de configuración ) 
DLS1(config)#spanning-tree vlan 1,15,420,600,1050,1112,3550 root primary 
(Habilitar protocolo spanning-tree para las VLAN, como prioridad ) 
DLS1(config)#spanning-tree vlan 100,240 root secondary (Habilitar spanning tree 




Configurar DLS2 como Spanning tree root para las VLAN 100 y 240 y como una 
raíz secundaria para las VLAN 15, 420, 600, 1050, 11112 y 3550. 
DLS2# Configure Terminal (Ingreso al modo de configuración ) 
DLS2(config)#spanning-tree vlan 100,240 root primary (Habilitar protocolo 
spanning-tree para las VLAN, como prioridad ) 
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DLS2(config)#spanning-tree vlan 1,15,420,500,1050,1112,3550 root secondary  
(Habilitar spanning tree secundario para VLAN) 
  
PASO 10 
 Configurar todos los puertos como troncales de tal forma que solamente las VLAN 
que se han creado se les permitirá circular a través de éstos puertos. 
DLS1# Configure Terminal (Ingreso al modo de configuración ) 
DLS1(config)#interface range fastEthernet 0/1 – 24 (Ingresar a rango de interfaces) 
DLS1(config-if-range)#switchport trunk native vlan 500 (Habilitar VLAN como 
troncal) 
DLS1(config-if-range)#switchport trunk native vlan 15 (Habilitar VLAN como troncal) 
DLS1(config-if-range)#switchport trunk native vlan 240 (Habilitar VLAN como 
troncal) 
DLS1(config-if-range)#switchport trunk native vlan 1112 (Habilitar VLAN como 
troncal) 
DLS1(config-if-range)#switchport trunk native vlan 420 (Habilitar VLAN como 
troncal) 
DLS1(config-if-range)#switchport trunk native vlan 100 (Habilitar VLAN como 
troncal) 
DLS1(config-if-range)#switchport trunk native vlan 1050 (Habilitar VLAN como 
troncal) 
DLS1(config-if-range)#switchport trunk native vlan 3550 (Habilitar VLAN como 
troncal) 




DLS2# Configure Terminal (Ingreso al modo de configuración ) 
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DLS2(config)#interface range fastEthernet 0/1 – 24 (Ingresar a rango de interfaces)  
DLS2(config-if-range)#switchport trunk native vlan 500 (Habilitar VLAN como 
troncal) 
DLS2(config-if-range)#switchport trunk native vlan 15 (Habilitar VLAN como troncal) 
DLS2(config-if-range)#switchport trunk native vlan 240 (Habilitar VLAN como 
troncal) 
DLS2(config-if-range)#switchport trunk native vlan 1112 (Habilitar VLAN como 
troncal) 
DLS2(config-if-range)#switchport trunk native vlan 420  (Habilitar VLAN como 
troncal) 
DLS2(config-if-range)#switchport trunk native vlan 100 (Habilitar VLAN como 
troncal) 
DLS2(config-if-range)#switchport trunk native vlan 1050 (Habilitar VLAN como 
troncal) 
DLS2(config-if-range)#switchport trunk native vlan 3550 (Habilitar VLAN como 
troncal) 





ALS1# Configure Terminal (Ingreso al modo de configuración ) 
ALS1(config)#interface range fastEthernet 0/1 – 24 (Ingresar a rango de interfaces) 
ALS1(config-if-range)#switchport trunk native vlan 500 (Habilitar VLAN como 
troncal) 
ALS1(config-if-range)#switchport trunk native vlan 15 (Habilitar VLAN como troncal) 




ALS1(config-if-range)#switchport trunk native vlan 1112 (Habilitar VLAN como 
troncal) 
ALS1(config-if-range)#switchport trunk native vlan 420 (Habilitar VLAN como 
troncal) 
ALS1(config-if-range)#switchport trunk native vlan 100 (Habilitar VLAN como 
troncal) 
ALS1(config-if-range)#switchport trunk native vlan 1050 (Habilitar VLAN como 
troncal) 
ALS1(config-if-range)#switchport trunk native vlan 3550 (Habilitar VLAN como 
troncal) 







ALS2# Configure Terminal (Ingreso al modo de configuración ) 
ALS2(config)#interface range fastEthernet 0/1 – 24 (Ingresar a rango de 
interfaces) 
ALS2(config-if-range)#switchport mode trunk  
ALS2(config-if-range)#switchport trunk native vlan 500 
ALS2(config-if-range)#switchport trunk native vlan 15 
ALS2(config-if-range)#switchport trunk native vlan 240 
ALS2(config-if-range)#switchport trunk native vlan 1112 
ALS2(config-if-range)#switchport trunk native vlan 420 
ALS2(config-if-range)#switchport trunk native vlan 100 
ALS2(config-if-range)#switchport trunk native vlan 1050 
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ALS2(config-if-range)#switchport trunk native vlan 3550 








 Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera: 
Tabla 3_Configuración Puertos 
INTERFAZ DLS1 DLS2 ALS1 ALS2 
Interfaz Fa0/6 3550 15, 1050 100,1050 240 
Interfaz Fa0/15 1112 1112 1112 1112 
Interfaz Fa0/16-18  567   
 
DLS1# Configure Terminal (Ingreso al modo de configuración ) 
DLS1(config)#interface range Fa 0/6 (Acceso a interfaz) 
DLS1(config-if-range)#switchport mode access  (Habilitar modo acceso) 
DLS1(config-if-range)#switchport access vlan 3050 (habilitar acceso en VLAN ) 
DLS1(config-if-range)#spanning-tree portfast (Habilitar protocolo spannig-tree) 
DLS1(config-if-range)#interface range Fa 0/15 (Acceso a interfaz) 
DLS1(config-if-range)#switchport mode access (Habilitar modo acceso) 
DLS1(config-if-range)#switchport access vlan 1112 (habilitar acceso en VLAN ) 







DLS2# Configure Terminal (Ingreso al modo de configuración ) 
DLS2(config)# 
DLS2(config)#interface range Fa 0/6 (Acceso a interfaz) 
DLS2(config-if-range)# switchport mode access  (Habilitar modo acceso) 
DLS2(config-if-range)# switchport access vlan 15 (habilitar acceso en VLAN ) 
DLS2(config-if-range)# switchport access vlan 1050 (habilitar acceso en VLAN ) 
DLS2(config-if-range)# spanning-tree portfast (Habilitar protocolo spannig-tree) 
DLS2(config-if-range)#exit 
DLS2(config-if)#spanning-tree bpduguard enable 
DLS2(config)#interface range Fa 0/15 (Acceso a interfaz) 
DLS2(config-if-range)# switchport mode access  (Habilitar modo acceso) 
DLS2(config-if-range)# switchport access vlan 1112 (habilitar acceso en VLAN ) 
DLS2(config-if-range)# spanning-tree portfast (Habilitar protocolo spannig-tree) 
DLS2(config-if-range)#exit 
DLS2(config)#interface range Fa 0/16-18 (Acceso a interfaz) 
DLS2(config-if-range)# switchport mode access  (Habilitar modo acceso) 
DLS2(config-if-range)# switchport access vlan 567 (habilitar acceso en VLAN ) 





ALS1# Configure Terminal (Ingreso al modo de configuración ) 
ALS1(config)#interface range Fa 0/6 (Acceso a interfaz) 
ALS1(config-if-range)#switchport mode access  (Habilitar modo acceso) 
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ALS1(config-if-range)#switchport access vlan 100 (habilitar acceso en VLAN ) 
ALS1(config-if-range)#switchport access vlan 1050(habilitar acceso en VLAN ) 
ALS1(config-if-range)#spanning-tree portfast (Habilitar protocolo spannig-tree) 
ALS1(config-if-range)#exit  
ALS1(config)#interface range Fa 0/15 (Acceso a interfaz) 
ALS1(config-if-range)#switchport mode access  (Habilitar modo acceso) 
ALS1(config-if-range)#switchport access vlan 1112(habilitar acceso en VLAN ) 
ALS1(config-if-range)#spanning-tree portfast (Habilitar protocolo spannig-tree) 
 
ALS2 
ALS2# Configure Terminal (Ingreso al modo de configuración ) 
ALS2(config)#interface range Fa 0/6  (Acceso a interfaz) 
ALS2(config-if-range)#switchport mode access  (Habilitar modo acceso) 
ALS2(config-if-range)#switchport access vlan 240 (habilitar acceso en VLAN ) 
ALS2(config-if-range)#spanning-tree portfast (Habilitar protocolo spannig-tree)  
ALS2(config)#interface range Fa 0/15 (Acceso a interfaz) 
ALS2(config-if-range)#switchport mode access (Habilitar modo acceso) 
ALS2(config-if-range)#switchport access vlan 1112 (habilitar acceso en VLAN ) 
ALS2(config-if-range)#spanning-tree portfast (Habilitar protocolo spannig-tree)  
PARTE 2 
 conectividad de red de prueba y las opciones configuradas. 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 

























































































DLS1#SHOW RUnning-config  
Building configuration... 
 
Current configuration : 2948 bytes 
! 
version 12.2(37)SE1 
no service timestamps log datetime msec 
no service timestamps debug datetime msec 




vtp domain CISCO 
vtp mode transparent 
vtp password ccnp32126 
vtp version 2 
! 
spanning-tree mode pvst 
spanning-tree vlan 1,15,420,600,1050,1112,3550 priority 24576 





























ip address 10.20.20.1 255.255.255.252 
! 
interface Port-channel2 
switchport trunk encapsulation dot1q 
switchport mode trunk 
! 
interface Port-channel3 
switchport trunk native vlan 600 
! 
interface FastEthernet0/1 





switchport trunk native vlan 567 
! 
interface FastEthernet0/3 
switchport trunk native vlan 567 
! 
interface FastEthernet0/4 
switchport trunk native vlan 567 
! 
interface FastEthernet0/5 
switchport trunk native vlan 567 
! 
interface FastEthernet0/6 
switchport access vlan 3050 
switchport trunk native vlan 567 





switchport trunk native vlan 567 
switchport trunk encapsulation dot1q 
switchport mode trunk 
switchport nonegotiate 
channel-protocol lacp 
channel-group 2 mode active 
! 
interface FastEthernet0/8 
switchport trunk native vlan 567 
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switchport trunk encapsulation dot1q 
switchport mode trunk 
switchport nonegotiate 
channel-protocol lacp 
channel-group 2 mode active 
! 
interface FastEthernet0/9 
switchport trunk native vlan 567 
channel-protocol pagp 
channel-group 3 mode desirable 
! 
interface FastEthernet0/10 
switchport trunk native vlan 567 
channel-protocol pagp 
channel-group 3 mode desirable 
! 
interface FastEthernet0/11 
switchport trunk native vlan 567 
channel-protocol lacp 
channel-group 1 mode active 
! 
interface FastEthernet0/12 
switchport trunk native vlan 567 
channel-protocol lacp 











switchport access vlan 1112 












































ip flow-export version 9 
! 
! 
line con 0 
! 
line aux 0 
! 












DLS2#SHOW RUNning-config  
Building configuration... 
 
Current configuration : 3056 bytes 
! 
version 12.2(37)SE1 
no service timestamps log datetime msec 
no service timestamps debug datetime msec 





vtp domain CISCO 
vtp mode transparent 
vtp version 2 
! 
spanning-tree mode pvst 
spanning-tree vlan 100,240 priority 24576 

































ip address 10.20.20.2 255.255.255.252 
! 
interface Port-channel2 
switchport trunk encapsulation dot1q 




















switchport access vlan 1050 






switchport trunk native vlan 567 
switchport trunk encapsulation dot1q 
switchport mode trunk 
switchport nonegotiate 
channel-protocol lacp 





switchport trunk native vlan 567 
switchport trunk encapsulation dot1q 
switchport mode trunk 
switchport nonegotiate 
channel-protocol lacp 
channel-group 2 mode active 
! 
interface FastEthernet0/9 
switchport trunk native vlan 567 
channel-protocol pagp 
channel-group 2 mode auto 
! 
interface FastEthernet0/10 
switchport trunk native vlan 567 
channel-protocol pagp 
channel-group 2 mode auto 
! 
interface FastEthernet0/11 
switchport trunk native vlan 567 
channel-protocol lacp 
channel-group 1 mode active 
! 
interface FastEthernet0/12 
switchport trunk native vlan 567 
channel-protocol lacp 











switchport access vlan 1112 






switchport access vlan 567 






switchport access vlan 567 





switchport access vlan 567 







































line con 0 
! 
line aux 0 
! 







ALS1#SHOW RUNning-config  
Building configuration... 
 
Current configuration : 2208 bytes 
! 
version 15.0 
no service timestamps log datetime msec 
no service timestamps debug datetime msec 




spanning-tree mode pvst 
spanning-tree extend system-id 
! 
interface Port-channel2 























switchport access vlan 1050 





switchport trunk native vlan 567 





channel-group 2 mode active 
! 
interface FastEthernet0/8 
switchport trunk native vlan 567 
switchport mode trunk 
switchport nonegotiate 
channel-protocol lacp 
channel-group 2 mode active 
! 
interface FastEthernet0/9 
switchport trunk native vlan 567 
switchport mode trunk 
switchport nonegotiate 
channel-protocol pagp 
channel-group 3 mode desirable 
! 
interface FastEthernet0/10 
switchport trunk native vlan 567 
switchport mode trunk 
switchport nonegotiate 
channel-protocol pagp 
channel-group 3 mode desirable 
! 
interface FastEthernet0/11 
switchport trunk native vlan 567 




switchport trunk native vlan 567 
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switchport access vlan 1112 





































no ip address 
shutdown 
! 
line con 0 
! 
line vty 0 4 
login 










ALS2#SHOW RUNning-config  
Building configuration... 
 
Current configuration : 2206 bytes 
! 
version 15.0 
no service timestamps log datetime msec 
no service timestamps debug datetime msec 




spanning-tree mode pvst 
spanning-tree extend system-id 
! 
interface Port-channel2 
switchport trunk native vlan 567 





















switchport access vlan 240 





switchport trunk native vlan 567 
switchport mode trunk 
switchport nonegotiate 
channel-protocol lacp 
channel-group 2 mode active 
! 
interface FastEthernet0/8 
switchport trunk native vlan 567 
switchport mode trunk 
switchport nonegotiate 
channel-protocol lacp 
channel-group 2 mode active 
! 
interface FastEthernet0/9 
switchport trunk native vlan 567 





channel-group 2 mode auto 
! 
interface FastEthernet0/10 
switchport trunk native vlan 567 
switchport mode trunk 
switchport nonegotiate 
channel-protocol pagp 
channel-group 2 mode auto 
! 
interface FastEthernet0/11 
switchport trunk native vlan 567 




switchport trunk native vlan 567 










switchport access vlan 1112 





































no ip address 
shutdown 
! 
line con 0 
line vty 0 4 
login 
























En el desarrollo del primer escenario se realizó enrutamiento con los protocolos 
OSPF e IGERP, se emplearon interfaces virtuales (loopback), garantizando la 
conectividad de la red integrando dos protocolos de enrutamiento, se tiene en 
cuenta que el enrutamiento este de manera correcta en cada uno de los router 
CISCO, así como el direccionamiento de las interfaces virtuales.  
 
En el desarrollo del segundo escenario se realizó la configuración de switches, 
implementando protocolos como VTP para optimizar la administración de VLANs, 
también se trabajó con la configuración de puertos troncales que permite el paso 
de una o múltiples VLAN, puertos de acceso que permite la conexión directa del 
usuario a la red, enrutamiento, etc. 
 
Finalmente, y como resultado de aprendizaje de este diplomado de profundización 
CCNP de Cisco, se adquieren habilidades de diseño, administración y seguridad 
en una red, con la implementación de protocolos y la segmentación por áreas de 
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