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The existence of a marketplace platform is a form of technological advancement, which 
aims to provide space for users to purchase and sell transactions online. To access a 
marketplace platform users are required to fill in personal data. However, among the 
benefits and conveniences that are obtained by its users, there is a negative impact, the 
vulnerability of personal data leakage. The rise in cases of leakage of consumer 
personal data from marketplace platform users in Indonesia has caused problems, how 
is the position of the marketplace platform provider and how the liability of platform 
marketplace providers towards personal data leakage of platform marketplace users. In 
this study, the type of research is juridical-normative research with statute approach, 
conceptual approach, and case approach. Based on this study, it can be concluded that 
marketplace platform providers who are responsible for the mandate given by the law 
to protect consumer's personal data must be held liable for the leakage of their user's 
personal data. 
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ABSTRAK 
Keberadaan platform marketplace merupakan salah satu bentuk dari kemajuan 
teknologi, yang bertujuan untuk memberikan ruang bagi penggunanya untuk 
bentransaksi jual beli melalui online. Untuk mengakses sebuah platform marketplace 
pengguna diwajibkan mengisi data pribadi. Namun diantara keuntungan dan kemudahan 
yang didapat oleh para penggunanya ada dampak negatif yang ditimbulkan, yaitu rentan 
akan kebocoran data pribadi. Maraknya kasus kebocoran data pribadi konsumen 
pengguna platform marketplace yang terjadi di Indonesia menjadikan masalah yaitu 
bagaimana kedudukan penyedia platform marketplace dan bagaimana tanggung gugat 
penyedia platform marketplace atas kebocoran data pribadi konsumennya. Dalam 
penelitian ini, jenis penelitian yang digunakan adalah penelitian yuridis-normatif 
dengan pendekatan peraturan perundang-undangan, pendekatan konseptual, dan 
pendekatan kasus. Berdasarkan penelitian ini dapat disimpulkan bahwa penyedia 
platform marketplace yang berkedudukan sebagai pengemban amanat yang diberikan 
oleh undang-undang untuk melindungi data pribadi konsumen harus bertanggung gugat 
atas terjadinnya kebocoran data pribadi konsumen penggunanya. 
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      Perkembangan jaman serta kemajuan ilmu pengetahuan dan teknologi yang begitu pesat 
telah merubah sistem dan gaya hidup masyarakat secara global yang tadinya dilakukan secara 
manual dirubah menjadi serba digital, dimana berbagai aktivitas dapat dilakukan secara 
daring atau online. Salah satu aktivitas yang mungkin sudah tidak asing lagi dilakukan oleh 
setiap orang yaitu kegiatan e-commerce atau proses jual beli menggunakan media internet. 
      Kegiatan e-commerce merupakan sebuah proses penyebaran, pembelian, penjualan, 
pemasaran barang dan jasa melalui sistem elektronik seperti internet4. Dalam 
perkembangannya, kegiatan e-commerce yang cukup populer adalah melalui aplikasi atau 
platform marketplace. 
      Platform Marketplace merupakan sebuah aplikasi berbasis online yang memfasilitasi 
penjual dan pembeli untuk berinteraksi dan bertransaksi melalui plaform marketplace. Konsep 
marketplace sendiri mirip dengan pasar tradisional, yaitu menyediakan tempat untuk 
mempertemukan antara penjual dan pembeli. Di sisi lain, kemudahan layanan yang 
mempermudah konsumen pengguna platform marketplace tersebut dapat memberikan 
ancaman terkait dengan data pribadi konsumen pengguna platform marketplace tersebut. 
      Sejumlah kasus tentang kebocoran data pribadi konsumen pengguna platform marketplace 
di Indonesia sudah marak terjadi, pada 6 Maret 2019 13 juta data akun pengguna Bukalapak 
dijual di dream market dengan harga US$5000, dan pada 4 Mei 2020 mencuat kasus tentang 
bocornya 91 Juta data pengguna marketplace Tokopedia yang diperjualbelikan di dark web 
dengan harga US$50005. 
      Ancaman penyalahgunaan data pribadi, yang disebabkan karena terjadinnya peristiwa 
kebocoran data pribadi, menjadi masalah yang setiap saat dapat mengancam para konsumen 
pengguna akun marketplace. Akibat dari perkembangan teknologi informasi yang sangat 
tinggi menjadikan data pribadi sebagai incaran berbagai pihak untuk melakukan kegiatan-
kegiatan yang dapat mendukung dan mempermudah rencana usahanya untuk mendapatkan 
keuntungan. 
      Berkaitan dengan kebocoran data pribadi konsumen platform marketplace masih menuai 
banyak polemik, bagaimana menempatkan posisi penyedia platform marketplace, apakah 
sebagai korban dari hacker, ataukah pihak yang harusnya bertanggung gugat atas kelalaian 
                                                 
4 Mudakir Iskandar Syah, (2018), Hukum Bisnis Online Era Digital, Jakarta: Campustaka, h.15 
5 CNBC Indonesia “Kacau Banget! Kok bias Data Tokopedia Bocor?”, diakses dari 
https://www.cnbcindonesia.com/tech/20200704112811-37-170183/kacau-banget-kok-bisa-sih-data-tokopedia-
bocor, pada tanggal 2 September 2020 




dan kelemahan sistem keamanan pada platform aplikasinya sehingga mengakibatkan 
bocornya data konsumen pengguna platform marketplace. 
      Berdasarkan latar belakang yang telah disebutkan diatas, penulis merasa perlu untuk 
megkaji dan meneliti terkait permasalahan sebagai berikut ini; Bagaimana kedudukan hukum 
penyedia platform marketplace terhadap kebocoran data pribadi konsumen pengguna platform 
marketplace di Indonesia? Bagaimana tanggung gugat penyedia platform marketplace 
terhadap kebocoran data pribadi konsumen pengguna platform marketplace di Indonesia? 
      Tujuan dari penelitian ini adalah untuk mengetahui kedudukan hukum penyedia platform 
marketplace terhadap kebocoran data pribadi konsumen pengguna platform marketplace di 
Indonesia dan untuk mengetahui tanggung gugat penyedia platform marketplace terhadap 
kebocoran data pribadi konsumen pengguna platform marketplace di Indonesia. 
      Jenis penelitian yang digunakan pada penelitian ini adalah penelitian yuridis-normatif, 
atau yang disebut juga dengan penelitian kepustakaan atau studi dokumen, karena pada 
penelitian ini dilakukan atau ditujukan hanya pada peraturan-peraturan yang tertulis atau 
bahan hukum yang lainnya6. Dalam penelitian ini menggunakan 3 (tiga) jenis bahan hukum 
yang diantaranya yaitu, bahan hukum primer, bahan hukum sekunder, bahan hukum tersier. 
Penggunaan jenis penelitian ini (yuridis-normatif) pada penelitian ini dapat dilihat dari dua 
aspek, yang pertama dilihat dari aspek yuridis pada penelitian ini mencoba membahas dan 
mengkaji terkait Tanggung Gugat Penyedia Platform Marketplace terhadap kebocoran data 
pribadi konsumen Pengguna Platform Marketplace. Sedangkan dilihat dari aspek normatif 
yaitu mencoba menganalisis permasalahan yang ada pada peraturan perundang-undangan atau 
norma yang berlaku. pendekatan dalam penelitian ini dengan Pendekatan Undang-Undang 
(Statute approach), Pendekatan Konseptual (Conseptual Approach) dan Pendekatan Kasus 
(Case Approach). Sedangkan guna menemukan jawaban atas permasalahan yang diangkat 
mana penulis menggunakan metode penafsiran (interpretasi) sebagai salah satu Teknik 
analisis bahan hukum. Penafsiran yang akan digunakan penulis dalam penelitian ini adalah 
penafsiran sistematis yaitu penafsiran yang menghubungakan pasal yang satu dengan pasal 
yang lain dalam suatu peraturan perundang-undangan yang bersangkutan atau pada 
perundang-undangan hukum yang lainnya, atau membaca penjelasan suatu peraturan 
perundang-undangan, sehingga bisa di mengerti maksudnya. 
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Kedudukan Hukum Penyedia Platform Marketplace Terhadap Kebocoran Data Pribadi 
Konsumen Pengguna Platform Marketplace Di Indonesia 
      Problematika terkait kebocoran data pribadi yang terjadi pada platform marketplace di 
Indonesia merupakan hal yang harus menjadi perhatian yang serius, dikarenakan dengan 
terjadinya peristiwa kebocoran data pribadi seorang konsumen pengguna akun marketplace, 
maka pihak-pihak yang tidak bertanggungjawab dapat menyalahggunakan data dan informasi 
pribadi konsumen tersebut. Kebocoran data pribadi sendiri dapat dipicu atas kesalahan 
penyedia platform yang tidak menjaga sistem kemanan pada platform aplikasinya. Dampak 
yang timbul atas terjadinnya kebocoran data pribadi dapat mengakibatkan kerugian bagi 
pemilik data pribadi maupun penyedia platform marketplace. Penyedia platform marketplace 
sebagai pengemban amanat yang diberikan konsumen atas data pribadinya hendaknya 
menjamin keamanan data pribadi konsumen. Dengan demikian kedudukan hukum penyedia 
platform marketplace terhadap terjadinnya peristiwa kebocoran data pribadi harus diketahui 
melalui faktor-faktor yang menyebabkan terjadinya kebocoran data pribadi. 
      Kebocoran data pribadi merupakan peristiwa bocornya informasi yang memuat data-data 
pribadi seseorang sehingga dapat diakses secara bebas oleh pihak lain tanpa persetujuan 
pemilik data pribadi. Dalam halnya kebocoran data pribadi konsumen yang terjadi pada 
platform marketplace adalah bocornya      informasi terkait data pribadi konsumen pengguna 
platform marketplace yang diantaranya memuat data-data seperti, nama; alamat email; nomor 
telepon; alamat tempat tinggal; tempat tanggal lahir; jenis kelamin; data keuangan seperti 
nomor rekening; E-Wallet.   
       Data pribadi yang umum digunakan sebagai persyaratan registrasi akun marketplace 
dapat berdampak besar apabila dibocorkan dan sengaja diperjualbelikan. Karena didalam 
sebuah akun marketplace juga memuat data-data terkait akun-akun keuangan. Dampak yang 
ditimbulkan terhadap bocornya data pribadi sendiri bukan sebuah hal yang remeh, karena 
dapat memicu timbulnya beberapa modus-modus kejahatan atas bocornya sebuah data pribadi 
      Adapun penyebab terjadinnya peristiwa kebocoran data pribadi pada sebuah platform 
marketplace dapat disebabkan oleh 2 (dua) hal yakni yang pertama bocor disebabkan atas 
kecerobohan pengguna sendiri dan yang kedua disebabkan oleh penyedia platform 
marketplace. Adapun yang terjadi atas kecorobohan pengguna sendiri terjadi karena 
kurangnya pengetahuan para pengguna terhadap pentingnya menjaga kemanan data pribadi, 
dan dengan gampangnya memberikan data-data pribadi mereka pada orang-orang yang tidak 




dikenal, sedangkan kebocoran data pribadi yang disebabkan oleh penyedia platform 
marketplace terjadi karena beberapa hal yaitu kelemahan sistem keamanan yang dimiliki oleh 
penyedia platform marketplace, atau adanya bug sehingga menyebabkan sistem tidak 
berfungsi sebagaimana mestinya yang kemudian dimanfaatkan oleh pihak-pihak yang tidak 
bertanggungjawab untuk menguasai data-data pribadi yang ada dalam sebuah sistem platform 
marketplace. 
      Kebocoran data yang disebabkan oleh penyedia platform marketplace dapat terjadi karena 
dilatarbelakangi beberapa faktor. Adapun faktor-faktor tersebut adalah sebagai berikut: 
a. Faktor Internal 
     Pada Faktor Internal terjadinya kebocoran data pribadi dapat terjadi karena lemahnya 
keamanan yang dimiliki oleh sebuah platform marketplace, atau masih adannya bug pada 
sebuah sistem keamanan yang dimiliki oleh platform marketplace sehingga menjadi celah 
bagi pihak-pihak yang tidak bertanggungjawab untuk mengaksesnya, hal ini 
dilatarbelakangi oleh kurangnya kompetensi sumber daya manusia sebagai programmer 
yang merancang program pada platform marketplace.  
     Selain itu faktor internal atas kebocoran data pribadi konsumen pada platform marketplace 
dapat terjadi atas kesengajaan oleh oknum pegawai sebuah perusahaan penyedia platform 
marketplace yang dengan sengaja memperjualbelikan data pribadi konsumen penggunanya 
demi mendapatkan keuntungan sepihak.  
b. Faktor Eksternal 
     Pada Faktor Eksternal terjadinya kebocoran data pribadi dapat terjadi karena adannya 
serangan kejahatan siber (cybercrime) yang dilakukan oleh pihak-pihak yang tidak 
bertanggungjawab kepada perusahaan penyedia platform marketplace guna menembus 
sistem keamanan pada platform marketplace dengan tujuan menguasai data-data pribadi 
konsumen penggunannya. Penyebab munculnya faktor ini dilatarbelakangi dari 
ketidaktahuan perusahaan bagaimana cara mengelola, mengamankan data pribadi 
penggunannya secara tepat sesuai regulai, prinsip-prinsip, serta praktik perlindungan data 
pribadi7. 
      Data pribadi merupakan bagian dari suatu hak privasi yang melekat pada setiap individu 
yang harus harus dilindungi. Data pribadi juga merupakan asset yang sangat berharga bagi 
setiap individu, data pribadi menjadi vital kegunaannya karena dalam perkembangannya data 
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pribadi menjadi sebuah akses untuk masuk dalam kedalam dunia digital dan mengakses akun-
akun terkait dari orang tersebut.  
      Perlindungan data pribadi sendiri mengadopsi pada konsep privasi, dimana konsep privasi 
sendiri merupakan gagasan untuk memilihara intergritas dan martabat setiap orang8.  
Pengungkapan data pribadi tidak diperbolehkan dibuka tanpa persetujuan oleh pemilik data 
pribadi tersebut. 
     Disini perlindungan hukum merupakan suatu hal yang sangat diperlukan bagi setiap 
konsumen pengguna platform marketplace. Perlindungan hukum merupakan refleksi atas 
terwujudnya fungsi dan tujuan hukum. Perlindungan hukum dapat diperoleh subjek hukum 
jika fungsi dan tujuan hukum terwujud dengan baik9. 
      Data pribadi yang digunakan sebagai persyaratan registrasi akun marketplace dapat 
berdampak besar apabila dibocorkan dan sengaja diperjualbelikan. Karena didalam sebuah 
akun marketplace juga memuat data-data terkait akun-akun keuangan. Dampak yang 
ditimbulkan terhadap bocornya data pribadi sendiri bukan sebuah hal yang remeh, karena 
dapat memicu timbulnya beberapa modus-modus kejahatan atas bocornya sebuah data pribadi 
seperti yang sedang marak terjadi modus penipuan dan SIM Swap. 
      Modus kejahatan yang dilatarbelakangi oleh akibat terjadinnya kebocoran data pada 
platform marketplace seperti penipuan yang mengatasnamakan pemilik data pribadi, 
pembobolan kartu kredit, hingga pembobolan akun perbankan dengan menggunakan metode 
Sim Swap dapat saja terjadi. 
      Dampak dari kebocoran data pribadi tidak hanya merugikan bagi konsumen tetapi dapat 
juga merugikan perusahaan penyelenggara sistem elektronik. Karena setiap adanya kebocoran 
data dapat saja mengurangi tingkat kepercayaan dan reputasi perusahaan penyelenggara 
sistem elektronik. 
      Sebagaimana diketahui, istilah Platform Marketplace tidak terdapat dalam Undang-
Undang ITE, namun istilah marketplace merupakan salah satu lingkup dari Penyelenggara 
Perdagangan Melalui Sistem Elektroknik atau disebut juga PPMSE yang sebagaimana 
disebutkan dalam penejelasan Pasal 5 Peraturan Pemerintah Republik Indonesia Nomor 80 
Tahun 2019 Tentang Perdagangan Melalui Sistem Elektronik.  Penyedia platform 
marketplace merupakan pelaku usaha penyedia sarana komunikasi elektronik yang digunakan 
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untuk transaksi perdagangan. Terdapat dua kategori PPMSE yaitu PPMSE dalam negeri dan 
PPMSE luar negeri, di dalam Pasal 6 Huruf (b) PP 80 Tahun 2019 telah disebutkan bahwa 
PPMSE dalam negeri berbentuk orang perseorangan, badan usaha, masyarakat atau instansi 
penyelenggara negara. Sedangkan PPMSE luar negeri merupakan penyelenggara perdagangan 
melalui sistem elektronik yang secara aktif melakukan penawaran dan melakukan 
perdagangan melalui sistem elektronik kepada konsumen yang berkedudukan di wilayah 
hukum Negara Kesatuan Republik Indonesia yang memenuhi kriteria tertentu, dan wajib 
menunjuk perwakilan yang berkedudukan di wilayah hukum Negara Kesatuan Republik 
Indonesia yang dapat bertindak sebagai atas nama Pelaku Usaha. 
      Kaitannya dengan adannya kebocoran data pribadi konsumen pengguna marketplace 
tentunya menjadi kewajiban dan tanggungjawab penyedia platform marketplace untuk 
menjaga kerahasiaan data-data tersebut. Dalam Penjelasan Pasal 26 Ayat (1) Undang-Undang 
Nomor 19 Tahun 2016 Tentang Informasi Dan Transaksi Elektronik, Telah menyebutkan 
bahwa perlindungan data pribadi merupakan salah satu bagian dari hak pribadi (privacy 
right).  Hak pribadi mengandung pengertian sebagai berikut; 
a. Hak pribadi merupakan hak untuk menikmati kehidupan pribadi dan bebas dari segala 
macam gangguan 
b. Hak pribadi merupakan hak untuk dapat berkomunikasi dengan orang lain tanpa 
tindakan memata-matai 
c. Hak pribadi merupakan hak untuk mengawasi akses informasi tentang kehidupan 
pribadi dan data seseorang. 
      Seiring dengan pentingnya data pribadi, PPMSE sebagai pengelola yang diberikan amanat 
untuk menyimpan dan menguasai data pribadi harus memiliki standart kemanan yang 
memadai agar tidak menimbulkan dampak negatif bagi para konsumennya. Dalam Pasal 5 
ayat (4) PERKOMINFO Nomor 20 Tahun 2016 telah menyebutkan bahwa tindakan 
pencegahan untuk menghindari terjadinya kegagalan dalam perlindungan data pribadi yang 
dikelolanya harus dilakukan oleh setiap penyelenggara sistem elektronik, paling sedikit 
berupa kegiatan; 
a. meningkatkan kesadaran sumber daya manusia di lingkungannya untuk memberikan 
perlindungan data pribadi dalam sistem elektronik yang dikelolanua; dan 
b. mengadakan pelatihan pencegahan kegagalan perlindungan data pribadi dalam sistem 
elektronik yang dikelolanya bagi sumber daya manusia di lingkungannya. 
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      Penyedia platform markerplace sebagai pihak yang menampung perolehan dan 
pengumpulan data pribadi seharusnya juga memahami regulasi tentang bagaimana standar 
sistem elektronik yang sesuai regulasi sebagai penampung perolehan dan pengumpulan data 
pribadi. Seperti yang telah disebutkan dalam Pasal 11 PERKOMINFO Nomor 20 Tahun 2016 
bahwa; 
1) sistem elektronik yang digunakan untuk menampung perolehan dan pengumpulan data 
pribadi harus; 
a. memiliki kemampuan interoperabilitas dan kompatibilitas; dan 
b. menggunakan perangkat lunak (software) yang legal. 
2) Kemampuan interopabilitas dan kompatibilitas sebagaimana dimaksud pada ayat (1) 
huruf a sesuai dengan peraturan perundang-undangan. 
3) Interopabilitas sebagaimana dimaksud pada ayat (2) merupakan kemampuan sistem 
elektronik yang berbebda untuk dapat bekerja secara terpadu. 
4) Kompatibilitas sebagaimana dimaksud pada ayat (2) merupakan kesesuaian sistem 
elektronik yang satu dengan sistem elektronik yang lainnya. 
      Jika dikaitkan dengan kewajiban penyedia platform marketplace terhadap kebocoran data 
pribadi konsumen maka penyedia tersebut memiliki kewajiban untuk menyimpan data pribadi 
untuk mencegah kebocoran atau mencegah setiap kegiatan pemrosesan atau pemanfaatan data 
pribadi secara melawan hukum serta bertanggungjawab atas kerugian yang tidak terduga atau 
kerusakan yang terjadi terhadap data pribadi tersebut, hal ini telah tertuang dalam Pasal 59 
Ayat (2) huruf g PP 80 Tahun 2019.  
      Dengan demikian berdasarkan faktor-faktor, dampak, serta ketentuan-ketentuan diatas, 
penyedia platform marketplace sebagai pengemban amanat atas data pribadi penggunanya 
memiliki kewajiban untuk menjaga keamanan dan kerahasiaan data penggunanya, atas dasar 
tersebut penyedia platform marketplace harus bertanggung gugat atas terjadinya kebocoran 
data pribadi konsumen pengguna platform marketplace. 
Tanggung Gugat Penyedia Platform Marketplace terhadap kebocoran data pribadi 
konsumen pengguna Platform Marketplace di Indonesia 
      Atas terjadinya kebocoran data pribadi konsumen yang terjadi pada platform marketplace 
di Indonesia, penyedia platform marketplace yang bertindak sebagai pengemban amanat atas 
data pribadi konsumen penggunnanya hendaknya bertanggung gugat atas adannya kebocoran 
data pribadi yang dialami oleh penggunanya, dalam kejadian ini dapat dikategorikan sebagai 
perbuatan melanggar hukum dan dimintai pertanggungjawaban apabila telah memenuhi 




unsur-unsur perbuatan melanggar hukum yang telah diatur dalam peraturan perundang-
undangan. 
      Perbuatan Melanggar Hukum atau dalam Bahasa Belanda sering dikenal dengan 
“Onrechmatige daad”.  Dasar hukum perbuatan melanggar hukum ini diatur dalam Pasal 
1365 KUH Perdata yang bunyinya sebagai berikut: 
“Tiap perbuatan yang melanggar hukum dan membawa kerugian kepada orang lain, 
mewajibkan orang yang menimbulkan kerugian itu karena kesalahannya untuk 
menggantikan kerugian tersebut.” 
      Suatu perbuatan dapat dikategorikan sebagai perbuatan melanggar hukum, apabila telah 
memenuhi unsur-unsur perbuatan sebagai berikut ini: 
a. Adannya suatu perbuatan; 
b. Perbuatan tersebut melawan hukum; 
c. Adannya kesalahan dari pihak pelaku; 
d. Adannya kerugian bagi korban; 
e. Adannya hubungan kausal antara perbuatan dan kerugian. 
      Jika dilihat dari ketentuan dan unsur-unsur diatas, kebocoran data pribadi konsumen 
pengguna platform marketplace di Indonesia dapat dikategorikan sebagai perbuatan 
melanggar hukum. Dengan demikian seseorang yang melakukan perbuatan melanggar hukum 
akan lahir tanggung gugat bagi pelakunya, dalam hal ini yang disebut pelaku dan harus 
bertanggung gugat terhadap adannya peristiwa kebocoran data pribadi konsumen pengguna 
platform marketplace ini adalah penyedia platform marketplace atau dalam PP 80 Tahun 
2019 disebut sebagai Penyelenggara Perdagangan Melalui Sistem Elektronik (PPMSE). 
      Apabila dijabarkan unsur-unsur terhadap terjadinnya kebocoran data pribadi konsumen 
pengguna Platform Marketplace adalah sebagai berikut ini: 
a. Adannya Perbuatan, dalam kasus ini perbuatan yang terjadi adalah adalah terjadinnya 
peristiwa kebocoran data pribadi konsumen pengguna platform marketplace. 
b. Perbuatan tersebut melanggar hukum, jelas dalam hal ini perbuatan yang terjadi adalah 
perbuatan melanggar hukum, karena adannya norma yang dilanggar oleh penyedia 
platform marketplace, Pasal 59 PP 80 Tahun 2019 Tentang Perdagangan Melaui Sistem 
Elektronik telah menyebutkan bahwa pelaku usaha wajib menyimoan data pribadi sesui 
standar perlindungan data pribadi atau kelaziman praktik bisnis, pihak yang menyimpan 
data pribadi harus mempunya sistem pengamanan yang patut untuk mencegah kebocoran 
atau mencegah setiap pemrosesan atau pemanfaatan data pribadi secara melawan hukum 
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serta bertanggung jawab atas kerugian yang tidak terduga atau kerusakan yang terjadi 
terhadap data pribadi tersebut. 
c. Adannya kesalahan dari Pelaku, kesalahan dari penyedia platform marketplace adalah 
kurangnya prinsip kehati-hatian dalam proses penyimpanan data pribadi konsumen 
sehingga menyebabkan adannya kebocoran data pribadi. Pasal 3 Undang-Undang Nomor 
11 Tahun 2008 Tentang Informasi Dan Transaksi Elektronik telah menekankan adannya 
prinsip kehati-hatian dan juga memberikan tanggung jawab kepada setiap Penyelenggara 
Sistem Elektronik baik korporasi maupun pemerintah untuk menerapkan akuntabilitas 
sistem elektronik, yakni harus andal, aman dan bertanggung jawab. 
d. Adannya kerugian bagi korban, kerugian pada korban dapat dilihat dengan secara kasat 
mata, dimana data-data pribadi miliknya dimiliki oleh orang-orang bukan atas 
persetujuannya, contohnya adannya gangguan dari telemarketer dan upaya kejahatan 
seperti penipuan atau Sim Swap atau upaya modus kejahatan lainnya. 
e. Adannya hubungan kausal dari antara perbuatan dan kerugian, jika dilihat dari latar 
belakang terjadinnya kebocoran data pribadi konsumen pengguna platform marketplace 
ini diakibatkan atas perbuatan penyedia platform marketplace yang tidak menunaikan 
kewajibannya sesuai ketentuan norma yang berlaku sehingga mengakibatkan kerugian 
terhadap konsumen penggunannya. 
      Berdasarkan telah terpenuhinya unsur-unsur perbuatan melanggar hukum sebagaimana 
yang telah disebutkan diatas maka lahirlah sebuah tanggung gugat bagi penyedia platform 
marketplace. 
Dalam ketentuan pada Pasal 59 PP 80 Tahun 2019 telah menyatakan bahwa pelaku usaha 
wajib menyimpam data pribadi sesuai stadar perlindungan data pribadi atau kelaziman praktik 
bisnis yang berkembang. Dari ketentuan pasal tersebut dapat diketahui adannya norma yang 
mewajibkan penyedia platform marketplace untuk senantiasa menjamin adannya keamanan 
atas data pribadi konsumen yang telah diberikan kepadanya. Dengan demikian adannya 
peristiwa kebocoran data pribadi konsumen menjadi tanggung jawab baginya meskipun 
peristiwa tersebut bukan atas kehendaknya, namun karena kesalahan dan kurangnya kehati-
hatian dalam hal penerapan sistem pengamanan data pribadi yang mengakibatkan bocornya 
data pribadi para konsumennya. Pasal 3 Undang-Undang Nomor 11 Tahun 2008 Tentang 
Informasi Dan Transaksi Elektronik telah menekankan adannya prinsip kehati-hatian dan juga 
memberikan tanggung jawab kepada setiap Penyelenggara Sistem Elektronik baik korporasi 




maupun pemerintah untuk menerapkan akuntabilitas sistem elektronik, yakni harus andal, 
aman dan bertanggung jawab. 
      Berdasarkan ketentuan Pasal 26 Undang-Undang Nomor 16 Tahun 2016 Tentang 
Perubahan Atas Undang-Undang Nomor 11 Tahun 2008 Tentang Informasi Dan Transaksi 
Elektronik telah memberikan penjelasan bahwa setiap korban yang dilanggar haknya dapat 
mengajukan gugatan perdata yang dilakukan berdasarkan undang-undang ini.  
      Hak yang dimiliki konsumen untuk mengajukan gugatan atas dasar bocornya data pribadi 
mereka adalah hak yang dilindungi oleh konstitusi. Konsumen pengguna platform 
marketplace mempunyai hak hukum agar data pribadi mereka dilindungi oleh penyedia 
platform marketplace. 
      Jika merujuk pada Undang-Undang Perlindungan Konsumen memang mengakomodir 
tentang penyelesaian sengketa baik didalam pengadilan maupun diluar pengadilan, namun 
demikian Undang-Undang Perlindungan Konsumen saat ini tidak mengakomodir terkait 
perlindungan data pribadi dalam sistem elektronik oleh sebab itu penegakan hukum 
perlindungan data pribadi melalui hukum perdata beralaskan pada peraturan sektoral10.  
      Jenis tanggung gugat yang tepat diterapkan pada penyedia platform marketplace adalah 
tanggung gugat kesalahan  
      Menurut penulis adapun dasar tanggung gugat yang tepat untuk mengajukan gugatan 
apabila terjadi peristiwa perbuatan melanggar hukum yang diakibatkan oleh kebocoran data 
pribadi adalah sebagai berikut: 
1. UU ITE 
Pasal 26 Ayat (1): Kecuali ditentukan lain oleh peraturan perundang-undangan, penggunaan 
setiap informasi melalui media elektronik yang menyangkut data pribadi seseorang harus 
dilakukan atas persetujuan orang yang bersangkutan. 
Pasal 26 Ayat (2): Setiap orang yang dilanggar haknya sebagaimana dimaksud dalam Ayat (1) 
dapat mengajukan gugatan atas kerugian yang ditimbulkan berdasarkan Undang-Undang ini. 
2. PP 80 TAHUN 2019 
Pasal 72 Ayat (3): dalam hal terjadi sengketa antara pelaku usaha dalam negeri dan 
konsumen, konsumen dapat menggugat pelaku usaha melalui badan penyelesaian sengketa 
konsumen atau mengajukan ke Lembaga peradilan di tempat keudukan konsumen 
3. PERKOMINFO NOMOR 20 TAHUN 2016 
                                                 
10 Rizky P.P Karo Karo dan Teguh Prasetyo, (2020), Pengaturan Perlindungan Data Pribadi di Indonesia, 
Bandung: Nusa Media, h.199 
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Pasal 32 Ayat (1): dalam upaya penyelesaian sengketa secara musyawarah atau melalui upaya 
penyelesaian alternatif lainnya belum mampun menyelesaiakan sengketa atas kegagalan 
perlindungan kerahasiaan data pribadi, setiap pemilik data dan penyelenggara sistem 
elektronik dapat mengajukan gugatan atas terjadinnya kegagalan perlindungan rahasia data 
pribadi. 
Pada Pasal 32 Ayat (2): gugatan sebagaimana dimaksud pada Ayat (1) hanya berupa gugatan 
perdata dan diajukan sesuai dengan peraturan perundang-undangan. 
      Dalam kasus kebocoran data pribadi konsumen platform marketplace dalam berbagai 
regulasi belum mengatur terkait ganti rugi, namun para konsumen memilik hak untuk 
mengajukan gugatan perdata terhadap adannya kesalahan yang dilakukan oleh penyelenggara 
sistem elektronik, termasuk adannya kebocoran data pribadi, dengan demikian proses 
tanggung gugat terhadap kebocoran data pribadi konsumen pengguna platform marketplace 
dapat diajukan ke Pengadilan Negeri tempat domisili konsumen yang sesuai diatur dalam PP 
80 Tahun 2019 Tentang Perdagangan Melalui Sistem Elektronik. 
KESIMPULAN DAN SARAN 
Kesimpulan 
Berdasarkan hasil penelitian serta pembahasan dari bab-bab sebelumnya akhirnya penelitian 
ini sampai pada beberapa kesimpulan atas pembahasan permasalahan yang telah dirumuskan 
sebelumnya yaitu sebagai berikut: 
1. Berdasarkan analisis dari penulis Kedudukan Hukum Penyedia Platform Marketplace 
terhadap kebocoran data pribadi konsumen pengguna Platform Marketplace adalah pihak 
yang bertindak sebagai pengemban amanat yang diberikan pengguna platform 
marketpkace atas data pribadi konsumen. Dalam PP 80 Tahun 2019 penyedia platform 
marketplace disebut dengan istilah Penyelenggara Perdagangan Melalui Sistem Elektronik 
/PPMSE. Kaitannya dengan adannya kebocoran data pribadi konsumen pengguna 
marketplace tentunya menjadi kewajiban dan tanggungjawab penyedia platform 
marketplace untuk menjaga kerahasiaan data-data tersebut. Dalam Pasal 24 Ayat (2) PP 
80 Tahun 2019 juga telah menyebutkan bahwa PPMSE dalam negeri atau PPMSE Luar 
Negeri wajib menyediakan pengamanan sistem elektronik yang mencakup prosedur dan 
sistem pencegahan dan penanggulangan terhadap ancaman dan serangan yang 
menimbulkan gangguan, kegagala, maupun kerugian. 
2. Berdasarkan telah terpenuhinya unsur-unsur perbuatan melanggar hukum pada terjadinya 
kebocoran data pribadi konsumen pengguna platform marketplace maka lahirlah sebuah 




tanggung gugat bagi penyedia platform marketplace. Jenis tanggung gugat yang tepat 
diterapkan pada penyedia platform marketplace adalah tanggung gugat kesalahan dengan 
pembalikan beban pembuktian, karena dalam hal ini kaitannya dengan konsumen, maka 
tepat karena sesuai dengan prinsip yang dianut dalam hukum perlindungan konsumen 
yang juga menerapkan pembalikan beban pembuktian. Adapun dasar tanggung gugat yang 
tepat untuk mengajukan gugatan apabila terjadi peristiwa perbuatan melanggar hukum 
yang diakibatkan oleh kebocoran data pribadi adalah Pasal 26 Ayat (1) dan Ayat (2) UU 
ITE, Pasal 72 Ayat (3) PP Nomor 80 Tahun 2019, Pasal 32 Ayat (1) dan Ayat (2) 
PERKOMINFO Nomor 20 Tahun 2016. 
Saran 
      Berdasarkan uraian kesimpulan diatas penulis memiliki beberapa saran terkait dengan 
Tanggung Gugat penyedia platform marketplace terhadap kebocoran data pribadi konsumen 
pengguna platform marketplace yang terjadi di Indonesia. Adapun saran tersebut adalah 
sebagai berikut ini: 
1. Mengingat pentingnya data pribadi, Pemerintah dan DPR perlu segera mengesahkan 
Undang-Undang Perlindungan Data Pribadi sebagai upaya melindungi dan 
menanggulangi terjadinya penyalahgunaan data pribadi oleh pihak-pihak yang 
bertanggungjawab. 
2. Bagi pemilik atau pengguna platform marketplace perlu memahami tentang pentingnya 
menjaga kerahasiaan data pribadi. Sehingga tidak mudah memberikan data-data 
pribadinya kepada pihak-pihak yang tidak memiliki kewenangan untuk mengakses dan 
mengelola data pribadinya. 
3. Bagi penyedia platform marketplace, penting baginya untuk meningkatkan dan 
menyesuaikan standar keamanan guna menanggulangi kebocoran data pribadi.  Karena 
faktor utama terjadinya kebocoran data pribadi adalah faktor keamanan. Peningkatan 
kualitas Sumber Daya Manusia sebagai faktor internal pencegahan kebocoran data pribadi 
juga sangat disarankan. 
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