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ABSTRAK 
 
Jaringan internet saat ini menjadi kebutuhan pokok instansi maupun hotel. Dan 
router memiliki peran yang sangat penting dalam mengatur lalu lintas jaringan. 
Sehingga router menjadi sebuah alat yang sangat riskan apabila mengalami 
sebuah kerusakan, karena dapat menyebabkan jaringan internet menjadi down 
atau terputusnya koneksi. Ketika router tersebut mengalami kerusakan, problem 
solving yang harus dilakukan yaitu dengan mengganti router baru yang telah 
terkonfigurasi dan telah di restore oleh backup router tersebut. Akan tetapi sistem 
backup konfigurasi yang dilakukan masih manual dan tidak terjadwal.  Sehingga 
IT Network terkadang tidak mempunyai file backup dari router. Hal ini 
mengakibatkan proses problem solving banyak memakan waktu dan waktu down 
menjadi lama. Oleh karena itu dibutuhkan sistem yang dapat membackup 
konfigurasi router secara otomatis dan terjadwal. Pada penelitian ini menjelaskan 
bagaimana membuat sistem backup konfigurasi router secara otomatis sesuai 
dengan waktu yang ditentukan dan sistem secara otomatis mendownload hasil 
backup ke dalam komputer.  
 
Kata Kunci: Backup data, Shell script, Ubuntu, Jaringan, Router. 
 
1. Pendahuluan 
Saat ini jaringan intenet 
memegang peranan yang cukup 
penting di perusahaan. Hal ini terjadi 
karena jaringan internet sangat 
berperan dalam menunjang kegiatan 
operasional perusahaan sehari-hari. 
Dalam kegiatannya perusahaan sangat 
bergantung terhadap koneksi jaringan 
yang digunakan untuk menunjang 
proses bisnis yang berlangsung agar 
dapat berjalan dengan lancar.  
PT Nettocyber Indonesia (Velo 
Networks) adalah salah satu 
perusahaan yang bergerak di bidang 
jasa internet. Perusahaan ini memiliki 
banyak pelanggan seperti perkantoran, 
hotel, bahkan apartemen yang 
membutuhkan koneksi internet yang 
terkoneksi dengan baik dan stabil. 
Jaringan internet sudah merupakan 
suatu kebutuhan pokok, semua itu 
terkendala ketika jaringan internet 
bermasalah seperti link down atau 
terputusnya jaringan internet. 
Permasalahan tersebut akan menjadi 
suatu hal yang sangat menyusahkan 
bagi pengguna internet. Apalagi ketika 
dalam keadaan penting atau jam-jam 
kantor yang sangat bergantung kepada 
internet dan kemudian koneksinya 
terputus [1]. Oleh karena itu kinerja 
jaringan Internet suatu perusahaan 
harus diperhatikan dan dikelola 
dengan baik terutamanya oleh 
perusahaan ISP (Internet Service 
Provider). 
Setiap perusahaan ISP tidak 
luput dari trouble. Trouble pada 
jaringan pasti terjadi, baik disebabkan 
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karena perangkat jaringan terkena 
imbas petir, faktor perangkat, juga 
terkena air hujan. Dan banyak lagi 
faktor-faktor yang menyebabkan 
perangkat jaringan bermasalah hingga 
menyebabkan koneksi internet untuk 
pelanggan tersebut menjadi terputus. 
Jalan satu-satunya apabila perangkat 
telah mati atau rusak adalah mengganti 
dengan perangkat cadangan/baru. 
Namun untuk troubleshooting tersebut 
tidaklah hanya dengan mengganti 
perangkat saja, tetapi harus 
mengkonfigurasi ulang perangkat 
router. Cara untuk mengkonfigurasi 
ulang yaitu dengan teknik backup 
restore, dengan syarat kita harus 
memiliki file backup konfigurasi dari 
router tersebut, kemudian kita restore 
kedalam router.  
Hal – hal yang menjadi 
permasalahan di PT Nettocyber 
Indonesia adalah lalai dalam backup 
konfigurasi secara rutin. Juga backup 
yang berjalan saat ini yaitu dengan 
cara manual dan tidak terjadwal. 
Sehingga yang terjadi seorang IT 
Network tidak memiliki file backup 
konfigurasi, juga terkadang seorang IT 
Network memiliki file backup namun 
file backup yang dimiliki belum up to 
date. Dengan ini proses 
troubleshooting akan memakan waktu 
yang lama, sehingga downtime pun 
juga menjadi lama. Karena seorang IT 
Network harus menyesuaikan kembali 
IP address, konfigurasi routing, dan 
lain-lain.  
Maka dari itu agar koneksi 
internet customer berjalan dengan baik 
dan mendapatkan hasil backup router 
secara terjadwal untuk meminimalisir 
terjadinya downtime yang lama, 
diusulkan sebuah sistem backup 
konfigurasi router otomatis berbasis 
shell script.   
 
2. Tinjauan Pustaka 
 Beberapa penelitian terdahulu 
yang terkait dengan backup otomatis 
telah dilakukan. Diantaranya 
Suparwita [2] yang membuat sistem 
backup otomatis pada virtual private 
server dengan mengimplementasikan 
crontab.  
Susila & Asmara [3] juga 
melakukan backup sistem secara 
otomatis melalui file transfer protocol 
dan mengirimkan hasil atau 
laporannya melalu sms gateway.  
Backup otomatis juga dilakukan 
pada saat sistem mendapatkan 
serangan dari luar seperti yang 
dilakukan oleh Grey dkk [4] yang 
membuat bakup path secara otomatis 
jika terdapat serangan border gateway 
protocol (BGP).  
Sedangkan Min dkk [5] 
mengusulkan sistem SSD yang 
mendukung pencadangan otomatis, 
yang disebut Amoeba. Secara khusus, 
Amoeba dipersenjatai dengan 
akselerator perangkat keras yang dapat 
mendeteksi infeksi halaman oleh 
serangan ransomware dengan 
kecepatan tinggi dan mekanisme 
kontrol cadangan berbutir halus untuk 
meminimalkan ruang overhead untuk 
cadangan data asli. Untuk evaluasi, 
simulator Microsoft SSD diperluas 
untuk mengimplementasikan Amoeba 
dan mengevaluasinya menggunakan 
jejak tingkat blok yang realistis, yang 
dikumpulkan saat menjalankan 
ransomware yang sebenarnya. 
Menurut eksperimen, Amoeba 
memiliki overhead dan performa yang 
dapat diabaikan dalam efisiensi kinerja 
dan ruang dibandingkan SSD canggih, 
FlashGuard, yang mendukung 
pencadangan data di dalam perangkat. 
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3. Metode 
3.1 Sistem Eksisting 
Tahap awal yang dilakukan 
dalam merancang sebuah sistem 
adalah menganalisa sistem yang 
berjalan saat ini. Agar nantinya dapat 
mengetahui segala permasalahan yang 
ada serta memudahkan dalam proses 
tahapan selanjutnya yaitu tahap 
perancangan sistem.   
 
3.1.1 Arsitektur Topologi Eksisting 
 
 
Gambar 1. Topologi eksisting 
 
Topologi yang berjalan saat ini, 
seperti yang disajikan pada Gambar 1, 
tidak terdapat sistem backup yang 
standalone (berdiri sendiri). 
Keseluruhan router hanya di backup 
secara manual satu-persatu per router. 
Proses backup router tersebut biasanya 
dilakukan di PC IT Network. Hal 
tersebut tidaklah efisien karena PC IT 
Network digunakan untuk memanage 
dan memonitoring kondisi jaringan. 
 
3.1.2 Sistem Kerja Backup Eksisting 
Pada Gambar 2, Menjelaskan 
tentang alur sistem kerja backup yang 
dilakukan oleh seorang IT Network. 
Alur kerja backup tersebut dilakukan 
secara manual dan tidak terjadwal oleh 
IT Network mulai dari me-remote 
router, membuat direktori, hingga 
menyimpan hasil backup kedalam 
direktori. Selain itu hasil backup 
terkadang tersimpan kedalam direktori 
yang acak dan tidak terstrukur, baik 
nama router ataupun tanggal backup 
yang dilakukan. Membackup 
konfigurasi sangatlah merepotkan 
pekerjaan IT belum lagi jumlah router 
yang di backup berjumlah puluhan. 
 
 
 
Gambar 2. Sistem kerja backup 
eksisting 
 
3.2. Perencanaan Sistem Yang 
Diusulkan 
Dari hasil analisa sistem 
eksisting di atas, dapat disimpulkan 
bahwa sistem yang berjalan saat ini 
tidak efisien dan masih dilakukan 
secara manual. Dengan ini 
perancangan sistem yang diusulkan 
yaitu sistem backup konfigurasi router 
secara otomatis.  
Gambaran umum dari sistem ini, 
seperti pada Gambar 3, sistem 
membackup konfigurasi secara 
otomatis sesuai dengan jadwal yang 
telah ditentukan. Karena sistem ini 
memiliki penjadwalan dalam 
melakukan proses backup, proses 
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backup akan menjadi efisien dan 
fleksibel. 
 
 
Gambar 3. Perancangan sistem 
 
3.2.1 Tahap Perancangan Sistem 
Pada tahap ini menjelaskan 
mengenai perencanaan sistem yang 
akan di bangun. Perancangan ini 
menggambarkan mengenai proses-
proses cara kerja sistem backup dan 
skema secara detail 
 
3.2.1.1 Menentukan Posisi Sistem 
backup 
 
 
Gambar 4. Perancangan arsitektur 
jaringan 
 
Pada Gambar 4 adalah gambaran 
megenai letak atau posisi sistem 
backup. Sistem ini berdiri sendiri 
(standalone) yang di khususkan hanya 
untuk membackup konfigurasi router. 
Dengan perancangan ini backup 
konfigurasi akan berjalan secara 
efisien dan flexible.  
Sistem ini terdiri satu buah 
komputer yang diaplikasikan hanya 
untuk membackup dan menyimpan 
data backup. 
 
3.2.1.2 Alur Kerja Sistem 
 
 
Gambar 5. Alur kerja Sistem 
 
Pada Gambar 5 menunjukkan 
Alur kerja sistem, dimana ketika IT 
Network ingin membackup 
konfigurasi router secara otomatis 
maka IT Network akan diminta untuk 
menginputkan data-data terlebih 
dahulu mulai dari data router, data 
waktu backup, data direktori 
penyimpanan, dan data email sebagai 
notifikasi. Kemudian data yang 
diinputkan oleh IT Network akan 
disimpan ke dalam database mysql. 
Apabila waktu di sistem backup sesuai 
dengan data waktu yang diinputkan 
user, sistem akan memulai proses 
backup. Sistem terlebih dahulu akan 
mengambil data-data router dan data 
direktori penyimpanan, kemudian 
sistem melakukan proses backup 
konfigurasi router. Setelah proses 
backup router selesai, lalu sistem akan 
menyimpan hasil backup tersebut 
kedalam direktori penyimpanan yang 
telah ditentukan oleh IT Network. 
Kemudian dari hasil backup tersebut 
sistem akan mengirim email notifikasi 
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status backup kepada IT Network 
sesuai dengan email yang telah 
diinputkan oleh user. 
Perancangan sistem dari proyek 
akhir manajemen backup konfigurasi 
router secara otomatis pada jaringan 
ini adalah seperti Sistem Planning 
diatas. Sistem ini terdiri dari komputer 
PC yang di aplikasikan sebagai sistem 
backup.  
Garis besar proses kerja dari 
gambar diatas adalah sebagai berikut : 
1. IT Network menginput data-data 
router kedalam sistem. Juga 
menginput jadwal backup, 
destinasi direktori penyimpanan, 
dan email. 
2. Kemudian sistem melakukan 
pengecekan terhadap waktu 
3. Apabila waktu backup telah 
sesuai sistem akan mengambil 
data-data yang telah diinputkan 
oleh IT Network. 
4. Lalu Sistem akan menyiapkan 
direktori backup yang nantinya 
digunakan sebagai lokasi 
backup. Filename dari direktori 
backup tersebut nantinya akan 
dialokasikan sesuai tanggal, 
bulan, tahun dan nama router. 
5. Sistem melakukan proses 
backup 
6. Setelah melakukan proses 
backup, sistem akan mengirim 
email notifikasi status backup ke 
alamat email yang telah 
diinputkan oleh IT Network 
 
3.2.1.2.1 Flowchart Sistem  
Pada Gambar 6 adalah flowchart 
sistem backup. Sistem mengecek 
waktu backup yang di inputkan oleh 
IT Network, apabila waktu backup 
telah sesuai, sistem akan melakukan 
proses backup dimulai dari mengambil 
inputan data router dan data path 
penyimpanan. Kemudian sistem 
menyiapkan direktori penyimpanan 
dan kemudian sistem akan melakukan 
proses backup, hasil dari proses 
backup tersebut akan disimpan 
kedalam direktori penyimpanan. 
Kemudian untuk status berhasil atau 
tidaknya backup akan di kirim via 
email berupa notifikasi ke IT Network. 
 
 
Gambar 6. Flowchart sistem backup 
 
3.2.1.2.2 Proses Sistem Kerja 
Backup 
Pada proses sistem kerja backup 
Gambar 7 menjelaskan mengenai 
gambaran langkah prosedur sistem 
kerja pada sistem backup. Pertama kali 
yang dilakukan oleh sistem yaitu 
membuat direktori penyimpanan, 
kemudian sistem melakukan remote 
(telnet) ke router sesuai dengan ip dan 
port yang telah diinputkan. Lalu 
sistem menginput username dan 
password router yang kemudian 
menginput script backup. Proses 
backup router pun berjalan dan hasil 
backup kemudian di pindahkan 
kedalam direktori penyimpanan. Nama 
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pada direktori folder tersebut sesuai 
dengan nama router dan tanggal 
dilakukannya backup sehingga folder 
lebih tersusun secara rapi dan 
terstruktur. Setelah proses backup dan 
proses pemindahan hasil backup, 
kemudian sistem mengirim email 
notifikasi status backup kepada IT 
Network. 
Gambar 7. Sistem kerja 
 
3.2.1.3 Alur Kerja User 
Untuk fasilitas dan fitur yang 
ditawarkan dalam sistem ini dapat 
dilihat pada Gambar 8. Pada gambar 
tersebut terlihat bahwa sistem ini 
dilengkapi dengan login, input data 
router, setting path direktori untuk 
menentukan dimana file tersebut akan 
disimpan, setting waktu digunakan 
untuk menentukan kapan proses 
backup dilakukan, dan input data 
email yang digunakan untuk 
menginput alamat email penerima dari 
notifikasi status backup. 
 
 
Gambar 8. Alur kerja user 
 
2.2.1.4 Tahap Design Basis Data 
Sebuah penyimpanan pada 
sistem ini terbagi menjadi 2, yaitu 
penyimpanan database dan 
penyimpanan hasil backup.  
Penyimpanan data ini 
menjelaskan mengenai struktural data 
yang tersimpan kedalam database 
mysql. Data yang tersimpan di 
database ini adalah data dari inputan 
user sebagai bahan dalam proses 
backup 
Diagram konteks, seperti yang 
tersaji pada Gambar 9, 
memperlihatkan sistem sebagai proses 
dengan tujuan untuk memberikan 
gambaran umum yang didalamnya 
terdapat alur proses penyimpanan dan 
alur aliran data. Dari Sistem ini 
menggambarkan secara keseluruhan 
hubungan dari IT Network ke sistem. 
Berikut merupakan diagram konteks 
alur penyimpanan data dari sistem 
backup konfigurasi router secara 
otomatis. 
Gambar 9. Diagram konteks sistem 
backup konfigurasi router 
 
KONVERGENSI Volume 15, Nomor 1, Januari 2019 
 
63 
 
Gambar 10 adalah diagram alir 
data dari sistem yang berjalan. 
Melibatkan IT Network menginput 
data untuk kebutuhan backup 
konfigurasi router. Secara detail 
menjelaskan bahwa IT Network 
menginput data ID router, nama 
router, username router, password 
router, IP address router, port telnet, 
merk router, jadwal backup, direktori 
penyimpanan, dan data email.  Dari 
data flow diagram tersebut dapat di 
identifikasi proses-proses terkait 
penyimpanan inputan. 
 
Gambar 10. Data flow diagram 
 
Gambar 11 adalah diagram relasi 
database yang meliputi tabel login, 
tabel router, tabel jadwal, tabel 
direktori penyimpanan, dan tabel 
email. Dari tabel-tabel tersebut 
kemudian di kemas menjadi satu 
kedalam tabel backup konfigurasi. 
Sedangkan penyimpanan hasil 
backup menjelaskan mengenai hasil 
dari backup, seperti pada Gambar 12. 
Hasil dari backup ini tersimpan 
kedalam direktori PC. Folder dan 
penamaan dari backup ini telah 
terstruktur berdasarkan dari nama 
router, tahun, bulan, dan juga tanggal 
dilakukannya backup. 
 
 
Gambar 11. ERD backup konfigurasi 
router 
 
 
 
Gambar 12. Struktur folder direktori 
penyimpanan 
 
4. Hasil dan Pembahasan 
4.1.  Spesifikasi Perangkat Keras  
Dalam suatu sistem dibutuhkan 
perangkat keras yang memadai untuk 
menunjang dalam menjalankan sebuah 
program. Spesifikasi perangkat keras 
yang digunakan dalam implementasi 
sistem backup konfigurasi router 
secara otomatis ini dapat dilihat pada 
Tabel 1. 
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Tabel 1. Spesifikasi Perangkat Keras 
Jenis Spesifikasi 
Processor Intel Core i3 2.4 GHz 
RAM 4 GB 
Harddisk 500 GB 
Ethernet Fast Ethernet 10/100M 
Wireless 802.11 b/g/n 
 
3.2  Spesifikasi Perangkat Lunak  
Perangkat lunak merupakan 
piranti pokok yang digunakan untuk 
mendukung kebutuhan suatu sistem 
agar sistem dapat menjalankan atau 
mengeksekusi suatu perintah. Berikut 
perangkat lunak yang digunakan 
dalam implementasi sistem backup 
konfigurasi router secara otomatis ini 
seperti pada Tabel 2. 
 
Tabel 2. Spesifikasi Perangkat Lunak 
Perangkat 
Lunak 
Keterangan 
Ubuntu 17.10 
Sebagai operating 
sistem 
Apache 
Untuk menampilkan 
web phpmyadmin 
MySQL 
Sebagai 
penyimpanan  
Database 
Phpmyadmin 
Untuk memange 
database 
Telnet 
Untuk meremote 
router 
Crontab 
Untuk penjadwalan 
eksekusi backup 
FTP 
Untuk transfer file 
dari router 
Expect 
Digunakan untuk 
interaksi program 
dengan router 
SSMTP 
Untuk mengirim 
email notifikasi 
 
4.3  Implementasi Basis Data 
Pada tahap ini dilakukan 
pembangunan basis data yang telah 
dirancang dan akan diimplementasikan 
langsung pada sistem yang dibangun. 
Sistem ini menggunakan database 
Mysql sebagai penyimpanan database. 
Adapun database ini berisikan table 
yakni tb_login, tb_router, 
tb_direktori_penyimpanan, tb_waktu, 
dan tb_email. Adapun implementasi 
database ini yang diterapkan sebagai 
tampilan list pada tabel database yang 
dibuat. Database sistem backup 
konfigurasi router secara otomatis ini 
berisikan tabel login, 
tb_direktori_penyimpanan, tb_email, 
tb_jadwal, tb_router seperti pada 
Gambar 13. 
 
 
Gambar 13. Tampilan list tabel 
backup_konfigurasi 
 
4.4  Implementasi Antarmuka 
Implementasi antarmuka 
merupakan tampilan yang digunakan 
oleh user untuk mengelola Sistem 
Backup Konfigurasi Router. 
Implementasi dari antarmuka ini 
terdiri dari tampilan yang memiliki 
fungsi masing-masing. Antarmuka 
yang digunakan oleh sistem ini 
berbasis shell. Gambar 14 
menampilkan  antarmuka dari sistem 
yang berupa halaman login. 
Halaman login merupakan 
tampilan pertama kali pada saat 
program dijalankan. Halaman login ini 
sebagai pintu masuk untuk dapat 
mengakses semua proses yang ada 
didalam program. Untuk mendapatkan 
akses login kedalam sistem ini user 
harus meminta registrasi terlebih 
dahulu ke admin. Setelah 
mendapatkan akses login, user dapat 
mengakses sistem. Kemudian sistem 
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akan melakukan cek validasi username 
dan password. 
 
 
Gambar 14. Tampilan halaman login 
 
Setelah sukses melakukan login, 
user akan di tampilkan menu utama 
seperti pada Gambar 15. Menu ini 
terdiri dari manage data router untuk 
mengelola data router yang akan 
dibackup, setting direktori 
penyimpanan untuk mengelola tempat 
penyimpanan, setting waktu jadwal 
backup untuk mengelola waktu 
backup di eksekusi, data email untuk 
mengelola tujuan email yang akan di 
notifikasi, run backup now untuk 
melakukan proses backup tanpa 
penjadwalan. 
 
Gambar 15. Tampilan menu utama 
 
4.5  Pengujian 
4.5.1  Skenario Uji Coba 
Pada skenario uji coba ini 
menggunakan 3 router yang berbeda 
yakni mikrotik, cisco, dan huawei. 
Model tipe router yang di uji coba ini 
dapat di lihat pada Tabel 3. 
 
Tabel 3. Model Router 
Router Model 
Mikrotik RB450G 
Cisco 800 Series 
Huawei AR 18-21 
Untuk mendistribusikan jaringan 
agar terkoneksi satu sama lain 
dibutuhkan perangkat switch. Dari 
perangkat-perangkat tersebut masing-
masing dikoneksikan menggunakan 
transmisi kabel utp. Sedangkan PC 
sistem backup menggunakan dua 
transmisi yakni kabel utp dan wireless. 
Untuk kabel utp disambungkan ke 
switch sedangkan transmisi wireless 
dihubungkan ke access point yang 
terhubung ke internet sebagai sender 
email notifikasi. Berikut gambaran 
dari skenario seperti pada Gambar 16. 
 
 
Gambar 16. Skenario pengujian 
sistem 
 
Tahap selanjutnya yaitu 
mengkonfigurasi ip address router dan 
PC sistem backup agar saling 
terhubung. Ip address yang di 
implementasikan satu network atau 
satu subnet seperti pada Tabel 4. 
 
Tabel 4. Alokasi Ip Address 
 
 
Setelah mengkonfigurasi ip 
address di masing-masing perangkat, 
Perang
kat 
Interf
ace 
Alamat IP 
Address 
Subnet 
Mask 
Mikrotik Eth 
192.168.1.
1 
255.255.
255.0 
Cisco Eth 
192.168.1.
2 
255.255.
255.0 
Huawei Eth 
192.168.1.
3 
255.255.
255.0 
PC 
Sistem 
Backup 
Eth 
192.168.1.
20 
255.255.
255.0 
PC 
Sistem 
Backup 
Wifi DHCP 
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kemudian setiap router diinputkan 
username dan password. Sedangkan 
telnet dan ftp menggunakan port 
default seperti pada Tabel 5. 
 
Tabel 5. Autentikasi dan Port Router 
yang Akan Dibackup 
 
Setelah data-data router telah di 
dapatkan, kemudian data masing-
masing router tersebut diinputkan 
kedalam sistem backup. Untuk 
penjadwalan dan direktori 
penyimpanan pada sistem backup juga 
dilakukan penyetingan yang sesuai. 
Proses backup kemudian akan 
berjalan secara otomatis menyesuaikan 
dari jadwal yang telah ditentukan oleh 
pengguna. 
 
4.5.2  Hasil Uji Coba 
Berikut ini adalah hasil 
pengujian dari simulasi yang telah 
dilakukan sebelumnya sesuai dengan 
skenario yang telah dibahas pada sub 
bab 4.5.1. Dari pengujian sistem ini  
didapat hasil backup router yang 
masing-masing tersimpan didalam 
folder yang terstruktur. Nama dari 
folder ini sesuai dengan nama router 
yang telah dibackup seperti pada 
Gambar 17. 
Didalam folder tersebut juga 
memperlihatkan nama folder yang 
sesuai dengan tahun (Gambar 18), 
bulan (Gambar 19) dan tanggal 
(Gambar 20) dilakukannya backup. 
 
 
 
Gambar 17. Penamaan folder sesuai 
nama router 
 
 
Gambar 18. Penamaan folder sesuai 
tahun 
 
 
Gambar 19. Penamaan folder sesuai 
bulan 
 
 
Gambar 20. Penamaan folder sesuai 
tanggal 
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Dan di path terakhir didapati 
hasil dari backup router dengan nama 
sesuai dengan tanggal dan jam 
dilakukannya backup. Gambar 21, 
Gambar 22 dan Gambar 23 
menunjukkan hasil dari backup 
masing-masing router. 
 
 
Gambar 21. Hasil backup router 
mikrotik 
 
 
Gambar 22. Hasil backup router 
Cisco 
 
 
Gambar 23. Hasil backup router 
Huawei 
 
Setelah sistem melakukan 
backup, sistem mengirim email 
notifikasi status backup yang 
menunjukkan keberhasilan atau 
tidaknya pada saat proses backup 
dilakukan, seperti pada Gambar 24. 
 
 
Gambar 24. Notifikasi email status 
backup router 
 
4.5.3  Perbandingan Waktu Backup 
Otomatis dengan Manual 
Berikut ini perbandingan waktu 
backup otomatis dengan manual. 
Pengetesan dilakukan dengan cara 
membackup satu router untuk melihat 
durasi waktu yang dicapai antara 
backup otomatis dan manual. Dari 
tabel perbandingan menunjukkan 
waktu backup otomatis lebih unggul 
dibandingkan backup manual. Hal ini 
dikarenakan backup otomatis berjalan 
hanya dengan mengambil script yang 
sebelumnya dibuat 
 
Tabel 6. Perbandingan Waktu Backup 
Otomatis Dengan Manual 
Router Otomatis Manual 
Cisco 18 Detik 1 Menit 
Mikrotik 35  Detik 1 Menit 35 
Detik 
Huawei 12 Detik 50 Detik 
 
4.5.4  Perbandingan Akurasi Hasil 
Backup Otomatis dengan Manual 
Berikut ini adalah perbandingan 
tingkat akurasi hasil backup otomatis 
dengan manual.  
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Tabel 7. Perbandingan Waktu Backup 
Otomatis Dengan Manual 
Router Otomatis Manual 
Cisco 100% 100% 
Mikrotik 100% 100% 
Huawei 100% 100% 
 
Dilihat pada tabel 7 tampak 
perbandingan backup otomatis dan 
manual yaitu 100%, hasil dari backup 
otomatis dan manual yang dihasilkan 
sama dan dapat direstore kedalam 
router.  
 
4.5.5  Compatibility Program 
Selain dari hasil uji coba yang 
telah dilakukan, sistem ini juga di uji 
coba ke perangkat router model yang 
lain. Berikut perangkat yang didukung 
dan di uji coba dapat dilihat pada 
Tabel 8. 
 
Tabel 8. Router Compatibility 
 
 
5. Penutup  
5.1.  Kesimpulan 
Berdasarkan pembahasan yang 
telah di jelaskan sebelumnya, dan 
sesuai dengan permasalahan yang 
dihadapi oleh PT Nettocyber 
Indonesia terkait backup router yang 
dilakukan masih manual, dengan 
adanya sistem backup konfigurasi 
secara otomatis ini dapat mencegah 
resiko kehilangan data ketika terdapat 
kerusakan pada perangkat. Selain itu 
penjadwalan backup secara otomatis 
juga mengurangi kelalaian dalam 
melakukan backup pada router. 
Penjadwalan backup dapat 
mempermudah dan meringankan 
pekerjaan seorang IT dalam 
pengelolaan pada jaringan.  
Penggunaan sistem backup ini 
cukup mudah, user hanya diperlukan 
untuk menginput data-data router, 
menginput direktori penyimpanan, 
menginput jadwal waktu backup, dan 
menginput email. Setelah proses 
penginputan data-data, sistem akan 
bekerja dengan sendirinya secara 
berkala sesuai dengan waktu yang 
telah ditentukan. Fasilitas dan fitur 
yang ditawarkan berupa notifikasi 
email juga cukup membantu dalam 
memonitoring apakah router yang 
dibackup berjalan dengan baik. 
Penamaan hasil dari backup juga lebih 
terstruktur dan tertata rapi sesuai 
dengan nama router dan waktu 
backup. Sehingga file backup dapat 
ditemukan dengan mudah. 
 
5.2.  Saran 
Ada beberapa saran guna 
meningkatkan kemudahan dan 
kenyamanan dalam penggunaan sistem 
backup konfigurasi router secara 
otomatis ini sebagai berikut : 
1. Desain antarmuka perlu 
dikembangkan untuk 
mempermudah dalam penggunaan 
sistem yakni menggunakan 
antarmuka web. Agar dalam 
penginputan data, pengguna dapat 
meremote sistem menggunakan 
web. 
2. Perlu adanya pengembangan versi 
pada sistem sehingga dapat 
membackup router-router yang 
baru dirilis.    
 
 
 
Router 
  Mikrotik Cisco Huawei 
Mode
l 
RB951 
RB1100 
AH 
HaP Lite 
RB2011 
RB433AH 
Net Metal 
5 
CCR1016 
800 S 
1941 
AR 18-21 
AR 18-22 
AR 18-20 
AR 19-10 
AR 150S 
AR2809 
R1760 
KONVERGENSI Volume 15, Nomor 1, Januari 2019 
 
69 
 
6. Daftar Pustaka 
  
[1] F. J. Bhayangkara and I. Riadi, 
“IMPLEMENTASI PROXY 
SERVER DAN LOAD 
BALANCING 
MENGGUNAKAN METODE 
PER CONNECTION 
CLASSIFIER (PCC) BERBASIS 
MIKROTIK (Studi kasus : 
Shmily.net),” Jurnal Sarjana 
Teknik Informatika, vol. 2, no. 2. 
pp. 1206–1215, 2014. 
[2] I. P. E. Suparwita, “Implementasi 
Sistem Backup Otomatis Virtual 
Private Server Dengan Crontab,” 
J. Elektron. Ilmu Komput., vol. 1, 
no. 2, pp. 29–34, 2012. 
[3] I. M. D. Susila and A. A. P. R. 
Asmara, “Sistem Backup Data 
Otomatis Menggunakan Protocol 
FTP dan SMS Gateway,” J. Sist. 
dan Inform., vol. 8, no. 2, pp. 38–
49, 2014. 
[4] M. Grey, M. Rossberg, and G. 
Schaefer, “Automatic creation of 
VPN backup paths for improved 
resilience against BGP-attackers,” 
in Proceedings of the ACM 
Symposium on Applied 
Computing, 2012, no. May, pp. 
613–620. 
[5] D. Min et al., “Amoeba: An 
Autonomous Backup and 
Recovery SSD for Ransomware 
Attack Defense,” IEEE Comput. 
Archit. Lett., vol. 17, no. 2, pp. 
243–246, 2018. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
