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Stosowanie prywatnej infrastruktury
teleinformatycznej s³u¿¹cej do rozwoju
elektronicznej administracji
Wprowadzenie
Rozwój elektronicznej administracji opiera siê m.in. na wykorzystaniu
przez organy administracji publicznej doœwiadczenia sektora prywatnego
w stosowaniu technologii informacyjno-komunikacyjnej, jak równie¿ na
stosowaniu infrastruktury teleinformatycznej bêd¹cej w posiadaniu pry-
watnych podmiotów. Przepisy prawa okreœlaj¹ dwa podstawowe me-
chanizmy zwi¹zku sektora publicznego oraz sektora prywatnego: pry-
watyzacjê zadañ publicznych oraz stosowanie prywatnych systemów
teleinformatycznych przez organy administracji publicznej.
Celem opracowania jest okreœlenie zakresu tych mechanizmów w pra-
wie polskim. Przy przygotowywaniu opracowania by³a stosowana meto-
da analityczno-dogmatyczna obejmuj¹ca badania regulacji prawnych
oraz dorobku nauki prawa.
Potrzeba stosowania prywatnej infrastruktury
teleinformatycznej dla rozwoju elektronicznej
administracji
Elektroniczna administracja jest narzêdziem komunikacji s³u¿¹cym
realizacji zadañ publicznych przez organy administracji publicznej oraz
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inne podmioty. Nie jest ona zatem celem samym w sobie, lecz celem po-
œrednim obejmuj¹cym obni¿enie kosztów wykonania tych zadañ przy jed-
noczesnym podwy¿szeniu ich jakoœci1. E-administracja stosuje technologiê
informacyjno-komunikacyjn¹ (Information and Communication Techno-
logies – ICT) obejmuj¹c¹ systemy teleinformatyczne oraz œrodki komuni-
kacji elektronicznej2. Rozwój tej technologii odbywa siê g³ównie w sektorze
prywatnym, a administracja publiczna wykorzystuje istniej¹ce rozwi¹za-
nia technologiczne3. Dziêki ich wczeœniejszemu rozwojowi rozwi¹zania te
s¹ albo powszechnie dostêpne, albo wykorzystywane g³ównie przez pry-
watne podmioty. Jednoczeœnie prywatne portale internetowe maj¹ o wie-
le wiêksz¹ liczbê u¿ytkowników w porównaniu do ich publicznych odpo-
wiedników4. Z tych przyczyn przepisy prawa dopuszczaj¹ stosowanie
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1 M. Kotulska, Wykorzystanie œrodków komunikacji elektronicznej w postêpowaniu admini-
stracyjnym, „Przegl¹d Prawa Publicznego” 2012, nr 9, s. 23; T. Szewc, Administracja wobec roz-
woju e-us³ug, „Przegl¹d Prawa Publicznego” 2012, nr 7–8, s. 110; A. Pawluczuk, P. Dro¿d¿e-
wicz, E. Grudziñska, K. Ho³ubowicz, Strony internetowe urzêdów gmin jako element wsparcia
e-administracji w gminie, „Samorz¹d Terytorialny” 2014, nr 5, s. 37; E. Modzelewska, Œwiatowe
trendy w projektowaniu e-us³ug dla administracji publicznej, „Czas Informacji” 2012, nr 1,
s. 79; M. Stachowicz, S. Mamrot, Standaryzacja jako czynnik optymalizacji us³ug œwiadczonych
przez administracjê publiczn¹, „Samorz¹d Terytorialny” 2015, nr 5, s. 67; M. Bugdol, Organiza-
cyjne problemy wdro¿enia e-us³ug w administracji samorz¹dowej, „Samorz¹d Terytorialny”
2015, nr 7–8, s. 159.
2 D. Fleszer, ICT a spo³eczeñstwo obywatelskie, „Czas Informacji” 2012, nr 1, s. 7; M. Kotul-
ska, op. cit., s. 23; M. Stachowicz, S. Mamrot, op. cit., s. 67.
3 Du¿e znaczenie œrodków komunikacji elektronicznej dla sektora gospodarczego podkreœla
m.in. E. Modzelewska, op. cit., s. 79. Jak wskazuj¹ M. Stachowicz, S. Mamrot, op. cit., s. 78,
sektor gospodarczy wypracowa³ bardziej rozwiniêt¹ standaryzacjê procesów w porównaniu do
sektora publicznego, tym samym sektor publiczny powinien naœladowaæ osi¹gniêcia sektora
prywatnego.
4 Czêœæ zadañ publicznych jest wykonywana drog¹ elektroniczn¹ z wykorzystaniem prywat-
nych portali internetowych ze wzglêdu na du¿¹ liczbê ich u¿ytkowników. Przyk³adem s¹ portale
spo³ecznoœciowe, portale banków oraz innych instytucji kredytowych. Nauka prawa od dawna
wskazuje mo¿liwoœæ wykorzystania portali spo³ecznoœciowych. Zob. D. Bogucki, Plan Infor-
matyzacji Pañstwa. Czas na zmiany, „Czas Informacji” 2011, nr 4, s. 46. Drugim rodzajem
wykorzystania prywatnych portali internetowych jest wspó³praca administracji publicznej
z bankami. Zgodnie z wynikami ankiety prowadzonej wœród banków przez Bankier.pl
i PRNews.pl. w koñcu wrzeœnia 2016 r. 32 miliony klientów banków mia³o dostêp do bankowo-
œci internetowej, http://www.bankier.pl/wiadomosc/Polska-bankowosc-w-liczbach-po-III-kw-2016-r-
podsumowanie-7486790.html (14.09.2017). Dla porównania – na pocz¹tku lipca 2017 r. liczba
osób posiadaj¹cych profile zaufane wynios³a 990,1 tys., http://www.rp.pl/Finanse/307119883-
Polacy-maja-juz-ponad-milion-profili-zaufanych.html#ap-1 (14.09.2017). Rozwój e-administracji
czêœciowo opiera siê na infrastrukturze prywatnych podmiotów, m.in. w przypadku wspó³pracy
ministra w³aœciwego do spraw informatyzacji z bankami. Na podstawie art. 96 pkt 5 lit. b usta-
wy z dnia 5 wrzeœnia 2016 r. o us³ugach zaufania oraz identyfikacji elektronicznej (Dz.U. z 2016 r.,
poz. 1579; dalej: u.u.z.) zosta³ dodany art. 20c ust. 8–10 ustawy dnia 17 lutego 2005 r. o infor-
matyzacji dzia³alnoœci podmiotów realizuj¹cych zadania publiczne (Dz.U. z 2017 r., poz. 570; da-
lej: u.i.d.p.r.z.p.). Dodane przepisy dotyczy³y mo¿liwoœci nieodp³atnego wykorzystania œrodków
identyfikacji elektronicznej banku do potwierdzania profilu zaufanego ePUAP. Na podstawie
tych przepisów minister, nawi¹zuj¹c wspó³pracê z bankami, mo¿e rozwijaæ liczbê u¿yt-
prywatnej infrastruktury teleinformatycznej, co pozwala na uzyskanie
dwóch podstawowych korzyœci. Po pierwsze, powszechna dostêpnoœæ nie-
których rodzajów ICT oznacza, ¿e mo¿liwe jest na³o¿enie na podmioty
prywatne wykonuj¹ce zadania publiczne obowi¹zku stosowania tej tech-
nologii, co u³atwia realizacjê tych zadañ. Po drugie, organy administracji
publicznej mog¹ dotrzeæ do wiêkszej liczby obywateli za poœrednictwem
prywatnych portali internetowych.
Przepisy prawa dopuszczaj¹ dwie metody stosowania prywatnej infra-
struktury telekomunikacyjnej, które umo¿liwiaj¹ osi¹gniêcie tych korzyœci:
bezpoœrednie jej wykorzystanie oraz prywatyzacjê zadañ publicznych.
Podzia³ ten odnosi siê do podmiotu wykorzystuj¹cego tê infrastrukturê.
Sprywatyzowane zadania publiczne s¹ wykonywane przez podmioty pub-
liczne, które wykorzystuj¹ do ich wykonywania swoj¹ infrastrukturê
teleinformatyczn¹. W przypadku drugiej metody organ administracji pu-
blicznej wykorzystuje infrastrukturê prywatnych podmiotów do samo-
dzielnego wykonywania zadañ publicznych.
Prywatyzacja zdañ publicznych realizowanych
w drodze elektronicznej
Prywatyzacja zadañ publicznych oznacza odst¹pienie od ich wykony-
wania przez podmioty administracji publicznej w formach prawa publi-
cznego, a wykonywanie ich przez podmioty prywatne5. Mo¿e byæ ona
zwi¹zana z elektroniczn¹ administracj¹. Bezpoœrednia prywatyzacja obej-
muje prowadzenie przez prywatne podmioty elektronicznych rejestrów
publicznych oraz autoryzowanie œrodków komunikacji elektronicznej.
Przepisy prawa nak³adaj¹ na podmioty prywatne obowi¹zek prowa-
dzenia elektronicznych rejestrów publicznych jako jeden z elementów
wykonywanych zadañ publicznych6. Rejestry te maj¹ na celu zgromadze-
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kowników elektronicznej administracji, wykorzystuj¹c infrastrukturê banków. O du¿ym zna-
czeniu takiej wspó³pracy œwiadczy fakt, ¿e do pocz¹tku lipca 2017 r. liczba profili zaufanych
za³o¿onych drog¹ elektroniczn¹ wynosi³a 295,3 tys., http://www.rp.pl/Finanse/307119883-Po-
lacy-maja-juz-ponad-milion-profili-zaufanych.html#ap-1 (14.09.2017).
5 Zob. S. Biernat, Prywatyzacja zadañ publicznych. Problematyka prawna, Warszawa–Kra-
ków 1994, s. 25.
6 Elektronicznym rejestrem publicznym prowadzonym przez podmiot prywatny s¹ m.in.: re-
jestr psów zaszczepionych przeciwko wœciekliŸnie (§ 1 rozporz¹dzenia Ministra Rolnictwa i Roz-
woju Wsi z dnia 28 czerwca 2004 r. w sprawie wzoru i szczegó³owego sposobu prowadzenia reje-
stru psów zaszczepionych przeciwko wœciekliŸnie oraz wzoru zaœwiadczenia o szczepieniu psa
przeciwko wœciekliŸnie, Dz.U. z 2004 r. Nr 160, poz. 1672; dalej: r.r.p.z.), elektroniczna ksi¹¿ka
leczenia zwierz¹t (§ 2 pkt 2 rozporz¹dzenia Ministra Rolnictwa i Rozwoju Wsi z dnia 29 wrzeœ-
nia 2011 r. w sprawie zakresu i sposobu prowadzenia dokumentacji lekarsko-weterynaryjnej
i ewidencji leczenia zwierz¹t oraz wzorów tej dokumentacji i ewidencji, Dz.U. z 2011 r. Nr. 224,
nie, przechowanie oraz przekazanie informacji zwi¹zanych z wykona-
niem tych zadañ. Powinny one odpowiadaæ wymogom okreœlonym
w przepisach prawa7. Podmiotem przekazuj¹cym oraz odbieraj¹cym in-
formacje z tych rejestrów mo¿e byæ zarówno organ administracji publicz-
nej, jak i podmiot zewnêtrzny wobec niej8.
Podmioty prywatne wykonuj¹ tak¿e zadania ca³oœciowo zwi¹zane
z elektroniczn¹ administracj¹. S¹ one zwi¹zane z autoryzacj¹ œrodków
komunikacji elektronicznej. Przepisy prawa wyró¿niaj¹ dwa podstawowe
rodzaje autoryzacji tych œrodków: opatrzenie ich kwalifikowanym podpi-
sem elektronicznym albo podpisem potwierdzonym profilem zaufanym
ePUAP9. Kwalifikowany podpis elektroniczny wymaga weryfikacji za po-
moc¹ kwalifikowanego certyfikatu podpisu elektronicznego10. Kwalifiko-
wany certyfikat jest wydawany przez kwalifikowanego dostawcê us³ug
zaufania, którym mo¿e byæ podmiot prywatny11. Kwalifikowany dostawca
powinien spe³niæ warunki organizacyjne umo¿liwiaj¹ce sprawne œwiad-
czenie us³ug zaufania12. Œwiadczenie tych us³ug jest mo¿liwe na podsta-
wie decyzji ministra w³aœciwego do spraw informacji o wpisie do rejestru
dostawców us³ug zaufania13, wydanej na podstawie wniosku dostawcy
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poz. 1347; dalej: r.d.k.w.). Rejestr psów zaszczepionych przeciw wœciekliŸnie prowadzi urzêdowy
lekarz weterynarii (§ 1 r.r.p.z.), elektroniczn¹ ksi¹¿kê leczenia zwierz¹t prowadzi lekarz wete-
rynarii (§ 2 pkt 2 r.d.k.w.).
7 Przepisy prawa okreœlaj¹ m.in.: wzór rejestru psów zaszczepionych przeciwko wœciekliŸnie
(§ 5 w zw. z za³¹cznikiem nr 1 do r.r.p.z.), a tak¿e elementy (§ 7 r.d.k.w.), sposób prowadzenia
(§ 8 ust. 3–4 r.d.k.w.) oraz wzór (§ w zw. z za³¹cznikiem nr 2 r.d.k.w.) elektronicznej ksi¹¿ki le-
czenia zwierz¹t.
8 Informacje zawarte w czêœci elektronicznych rejestrów publicznych prowadzonych przez
podmioty prywatne s¹ przekazywane organowi administracji publicznej. Dane z rejestru psów
zaszczepionych przeciwko wœciekliŸnie s¹ cyklicznie przekazywane powiatowemu lekarzowi we-
terynarii (art. 56 ust. 4a ustawy z dnia 11 marca 2004 r. o ochronie zdrowia zwierz¹t oraz zwal-
czaniu chorób zakaŸnych zwierz¹t, Dz.U. z 2014 r., poz. 1539 z póŸn. zm.).
9 Równorzêdnoœæ tych dwóch rodzajów autoryzacji zosta³a wyra¿ona m.in. w ustawie z dnia
14 czerwca 1960 r. – Kodeks postêpowania administracyjnego, Dz.U. z 2017 r., poz. 1257; dalej:
k.p.a.). Te rodzaje autoryzacji mog¹ byæ zamiennie stosowane w przypadku potwierdzenia to¿-
samoœci i integralnoœci pe³nomocnictwa w formie: dokumentu elektronicznego (art. 33 § 2a
k.p.a. odpisu dokumentu sporz¹dzonego w formie dokumentu elektronicznego (art. 33 § 3a
k.p.a.), podania wniesionego w formie dokumentu elektronicznego (art. 63 § 3a pkt 1 k.p.a.), po-
œwiadczenia o zgodnoœci z orygina³em dokumentu sporz¹dzonego w formie dokumentu elektro-
nicznego (art. 76a § 2a k.p.a.). Zob. T. Szewc, op. cit., s. 115.
10 Art. 20a ust. 1 pkt. 3 u.i.d.p.r.z.p.
11 Art. 14 ustawy z dnia 5 wrzeœnia 2016 r. o us³ugach zaufania oraz identyfikacji elektro-
nicznej, Dz.U. z 2016 r., poz. 1579 (dalej: u.u.z.).
12 Zgodnie z art. 4 ust. 4 u.u.z. podmiot sk³adaj¹cy wniosek o wpis do rejestru dostawców
us³ug zaufania powinien zawieraæ dokumenty pozwalaj¹ce wykazaæ jego zgodnoœæ z przepisami
prawa dotycz¹cymi identyfikacji elektronicznej.
13 Art. 5 ust. 1 w zw. z art. 4 ust. 6 u.u.z.
tych us³ug14. Podpis potwierdzony profilem zaufanym ePUAP wymaga
wczeœniejszego potwierdzenia profilu zaufanego, co mo¿e wykonaæ m.in.
punkt potwierdzaj¹cy profil zaufany ePUAP15. Podmiot prywatny, taki
jak bank krajowy, oddzia³ instytucji kredytowej oraz operator pocztowy,
mo¿e pe³niæ funkcjê punktu potwierdzaj¹cego, je¿eli spe³ni warunki
techniczne oraz organizacyjne zapewniaj¹ce bezpieczeñstwo informacji
i umo¿liwiaj¹ce potwierdzenie to¿samoœæ u¿ytkownika tego profilu16.
Pe³nienie tej funkcji wymaga wczeœniejszej zgody ministra w³aœciwego
do spraw informatyzacji17.
Prywatyzacja autoryzacji s³u¿y u³atwieniu dostêpu do œrodków komu-
nikacji elektronicznej. Organy administracji publicznej korzystaj¹ z ist-
niej¹cej infrastruktury podmiotów prywatnych, aby spopularyzowaæ
tê formê komunikacji. Jednoczeœnie wykonywanie tego zadania, które
ma publiczny charakter, jest nadzorowane przez organy administracji
publicznej. Przepisy prawa odrêbnie reguluj¹ nadzór nad dostawc¹ us³ug
zaufania oraz podmiotem pe³ni¹cym funkcjê punktu potwierdzaj¹cego.
Nadzór w obu przypadkach pe³ni minister w³aœciwy do spraw informa-
tyzacji.
Minister mo¿e kontrolowaæ œwiadczone us³ugi zaufania, badaj¹c infor-
macje i dokumenty przedstawione przez ich dostawcê18. Je¿eli dzia³al-
noœæ dostawcy narusza przepisy, organ nadzoru mo¿e wezwaæ do napra-
wy stanu niezgodnego z prawem19 albo wydaæ decyzjê o odebraniu
dostawcy lub œwiadczonej przez niego us³udze statusu kwalifikowanego,
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14 Art. 4 ust. 6 w zw. z art. 4 ust. 1 u.u.z.
15 Art. 20c ust. 1 pkt. 1 u.i.d.p.r.z.p.
16 W œwietle art. 20c ust. 3 pkt 2–4 u.i.d.p.r.z.p. funkcjê podmiotu potwierdzaj¹cego mo¿e
pe³niæ bank krajowy, operator pocztowy oraz oddzia³ instytucji kredytowej. Punkt potwier-
dzaj¹cy mo¿e sprawdziæ to¿samoœæ u¿ytkownika profilu zaufanego poprzez jego weryfikacjê oso-
bist¹ lub w drodze elektronicznej. Zgodnie z art. 20c ust. 8 u.i.d.p.r.z.p. bank krajowy lub inny
przedsiêbiorca mog¹ wykorzystaæ do uwierzytelnienia u¿ytkownika profilu zaufanego œrodki
identyfikacji elektronicznej stosowane w systemie teleinformatycznym tych podmiotów. Pod-
mioty prywatne pe³ni¹ce funkcjê podmiotu potwierdzaj¹cego powinny spe³niaæ warunki techni-
czne oraz organizacyjne okreœlone w rozporz¹dzeniu Ministra Cyfryzacji z dnia 5 paŸdziernika
2016 r. w sprawie profilu zaufanego elektronicznej platformy us³ug administracji publicznej
(Dz.U. z 2016 r., poz. 1633). Przepisy tego rozporz¹dzenia ró¿nicuj¹ wymagania ze wzglêdu na
rodzaj weryfikacji, która ma charakter osobisty (§ 14–15) lub elektroniczny (§ 17).
17 Art. 20c ust. 4, 8 u.i.d.p.r.z.p.
18 Art. 28 u.u.z.
19 Postêpowanie naprawcze dotycz¹ce dzia³alnoœci kwalifikowanego dostawcy us³ug zaufania
obejmuje wezwanie go przez ministra w³aœciwego do spraw informatyzacji do: usuniêcia stwier-
dzonych nieprawid³owoœci i doprowadzenia swojej dzia³alnoœci do stanu zgodnego z przepisami
o us³ugach zaufania; zmiany polityki œwiadczenia us³ug lub innych dokumentów zwi¹zanych ze
œwiadczeniem us³ug zaufania; uniewa¿nienia kwalifikowanego certyfikatu wydanego z narusze-
niem polityki œwiadczenia us³ug (art. 30 pkt 1 u.u.z.).
co oznacza pozbawienie mo¿liwoœci autoryzacji podpisu elektroniczne-
go20. Nadzór nad prowadzeniem punktu potwierdzaj¹cego jest ograniczo-
ny do jego weryfikacji z przepisami prawa, a w przypadku wykazania
nieprawid³owoœci – do odebrania prawa do pe³nienia funkcji tego punktu.
Minister mo¿e sprawdziæ spe³nienie warunków technicznych i organiza-
cyjnych umo¿liwiaj¹cych pe³nienie funkcji punktu potwierdzaj¹cego21,
a w przypadku ich niespe³nienia minister cofa, w drodze decyzji, zgodê
na pe³nienie tej funkcji przez podmiot prywatny22. Przepisy prawa do-
puszczaj¹ tak¿e szersz¹ kontrolê dzia³alnoœci tych podmiotów obej-
muj¹c¹ ich audyt, który jest prowadzony osoby upowa¿nione przez mini-
stra w³aœciwego do spraw informatyzacji lub przez jednostki oceniaj¹ce
zgodnoœæ23. Skutkiem wykazania niezgodnoœci z przepisami prawa mo¿e
byæ wydanie przez ministra decyzji nak³adaj¹cej obowi¹zek usuniêcia
stwierdzonych niezgodnoœci24.
Stosowanie prywatnych systemów teleinformatycznych
przez organ administracji publicznej
Organy administracji publicznej, wykonuj¹c zadania publiczne, czê-
œciowo stosuj¹ drogê elektroniczn¹. Wykorzystuj¹ w tym celu istniej¹ce
prywatne portale internetowe umo¿liwiaj¹ce komunikacjê pomiêdzy ich
u¿ytkownikami na drodze elektronicznej. Organy administracji publicz-
nej korzystaj¹ z prywatnych portali internetowych na powszechnych za-
sadach. Przepisy prawa jedynie wskazuj¹ na mo¿liwoœæ lub obowi¹zek
ich stosowania. Stosowanie tych systemów teleinformatycznych obejmuje
u¿ywanie skrzynek mailowych oraz portali spo³ecznoœciowych, które sta-
nowi¹ czêœæ prywatnych portali internetowych25.
Przepisy prawa dopuszczaj¹ stosowanie skrzynek mailowych obs³ugi-
wanych przez prywatne portale internetowe w kontaktach organów ad-
ministracji publicznej z obywatelami lub przedsiêbiorcami, je¿eli te pod-
mioty wybior¹ taki rodzaj komunikacji z organem. Podmioty zewnêtrzne
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20 Art. 30 pkt 2 u.u.z.
21 Art. 20c ust. 6, 9 u.i.d.p.r.z.p.
22 Art. 20c ust. 7, 10 u.i.d.p.r.z.p.
23 Art. 20 ust. 1–2 rozporz¹dzenia Parlamentu Europejskiego i Rady (UE) Nr 910/2014
z dnia 23 lipca 2014 r. w sprawie identyfikacji elektronicznej i us³ug zaufania w odniesieniu do
transakcji elektronicznych na rynku wewnêtrznym oraz uchylaj¹cego dyrektywê 1999/93/WE,
Dz.U. UE L 257/73 z 2014 r., w zw. z art. 31 u.u.z.
24 Art. 34 u.u.z.
25 Na mo¿liwoœæ stosowania prywatnych portali spo³ecznoœciowych wskazuje m.in. D. Bo-
gucki, op. cit., s. 46.
wobec administracji najczêœciej podaj¹ adres swojej skrzynki mailowej
w zg³oszeniu lub wniosku sk³adanym organowi administracji publicz-
nej26. Sk³adaj¹cy zg³oszenie lub wniosek jednoczeœnie uwierzytelnia
adres skrzynki mailowej. Ten rodzaj œrodka komunikacji elektronicznej
mo¿e s³u¿yæ przekazywaniu wszystkich informacji pomiêdzy organem
a obywatelem lub przedsiêbiorc¹ albo mo¿e stanowiæ podstawê do uwie-
rzytelnienia pozwalaj¹cego na stosowanie w pe³ni œrodka komunikacji
elektronicznej27. Pierwszy przypadek obejmuje jednokrotn¹ komunikacjê
ograniczon¹ do podstawowych informacji28. Drugi przypadek dotyczy roz-
budowanej komunikacji, w czasie której wymiana obejmuje du¿¹ liczbê
informacji w potencjalnie d³ugim okresie czasu29. Te sytuacje s¹ zwi¹zane
z wykorzystaniem poczty elektronicznej za³o¿onej na prywatnych porta-
lach internetowych. Organy administracji publicznej nie maj¹ wp³ywu
na sposób wykorzystywania tych œrodków komunikacji. Przepisy prawa
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26 Adres skrzynki mailowej jest podawany m.in. w: zg³oszeniu do ewidencji pok³adowych
i osobistych nadajników sygna³u niebezpieczeñstwa (§ 3 ust. 2 pkt 1 lit. c oraz § 3 ust. 2 pkt 2
lit. c rozporz¹dzenia Ministra Transportu, Budownictwa i Gospodarki Morskiej z dnia 4 wrzeœ-
nia 2013 r. w sprawie ewidencji pok³adowych i osobistych nadajników sygna³u niebezpieczeñ-
stwa, Dz.U. z 2013 r., poz. 1132); zg³oszeniu do ewidencji obiektów hotelarskich lub innych obiek-
tów (§ 17 ust. 1 pkt 5 rozporz¹dzenia Ministra Gospodarki i Pracy z dnia 19 sierpnia 2004 r.
w sprawie obiektów hotelarskich i innych obiektów, w których s¹ œwiadczone us³ugi hotelar-
skie, Dz. U. z 2006 r. Nr 22, poz. 169 z póŸn. zm.); wniosku o wpis do ewidencji l¹dowisk (§ 2
ust. 2 pkt 2 lit. c rozporz¹dzenia Ministra Transportu, Budownictwa i Gospodarki Morskiej z
dnia 1 lipca 2013 r. w sprawie ewidencji l¹dowisk, Dz.U. z 2013 r., poz. 795).
27 Skrzynka mailowa obs³ugiwana przez prywatny portal internetowy s³u¿y m.in. do uwie-
rzytelnienia konta na publicznym portalu internetowym poprzez wys³anie na skrzynkê mailow¹
identyfikatora (loginu) i has³a niezbêdnych do stosowania tego konta. Uwierzytelnianie za po-
moc¹ skrzynki mailowej ma miejsce w przypadku zapewnienia dostêpu do systemów teleinfor-
matycznych umo¿liwiaj¹cych funkcjonowanie m.in. Centralnego Rejestru Operatorów Urz¹dzeñ
i Systemów Ochrony Przeciwpo¿arowej (§ 4 ust. 4–5 rozporz¹dzenia Ministra Œrodowiska z dnia
8 stycznia 2016 r. w sprawie Centralnego Rejestru Operatorów Urz¹dzeñ i Systemów Ochrony
Przeciwpo¿arowej, Dz.U. z 2016 r., poz. 56); Rejestru Agentów Ubezpieczeniowych (§ 4 ust. 2
pkt 2 w zw. z § 4 ust. 1 rozporz¹dzenia Ministra Finansów z dnia 30 wrzeœnia 2014 r. w sprawie
wniosków o wpis do rejestru agentów ubezpieczeniowych, Dz.U. z 2014 r., poz. 1376).
28 Komunikacja ta mo¿e ograniczaæ siê jedynie do przes³ania danych, o które zwraca³ siê
wnioskodawca (§ 6 ust. 2 pkt 2 rozporz¹dzenia Ministra Zdrowia z dnia 5 kwietnia 2012 r.
w sprawie rejestru lekarzy odbywaj¹cych szkolenie specjalizacyjne, Dz.U. z 2012 r., poz. 415),
lub informacji o wydaniu zaœwiadczenia o wpisie do rejestru publicznego (§ 17 rozporz¹dzenia
Ministra Zdrowia z dnia 29 wrzeœnia 2011 r. w sprawie szczegó³owego zakresu danych objêtych
wpisem do rejestru podmiotów wykonuj¹cych dzia³alnoœæ lecznicz¹ oraz szczegó³owego trybu
postêpowania w sprawach dokonywania wpisów, zmian w rejestrze oraz wykreœleñ z tego reje-
stru, Dz. U. z 2014 r., poz. 325 ze zm.).
29 Konta u¿ytkowników publicznych systemów teleinformatycznych umo¿liwiaj¹ m.in. zmia-
nê informacji dotycz¹cych u¿ytkowników zgromadzonych w tych systemach (§ 3 ust. 1 roz-
porz¹dzenia Ministra Finansów z dnia 30 wrzeœnia 2014 r. w sprawie wniosków o wpis do reje-
stru agentów ubezpieczeniowych, Dz.U. z 2014 r., poz. 1376; § 4 ust. 6 rozporz¹dzenia Ministra
Œrodowiska z dnia 8 stycznia 2016 r. w sprawie Centralnego Rejestru Operatorów Urz¹dzeñ
i Systemów Ochrony Przeciwpo¿arowej, Dz.U. z 2016 r., poz. 56).
dopuszczaj¹ce ich stosowanie uwzglêdniaj¹ istniej¹cy stan techniczny,
który jest niezale¿ny od tych organów.
Organy administracji publicznej stosuj¹ prywatne portale spo³ecznoœ-
ciowe tak¿e w celu przeprowadzenia konsultacji spo³ecznych przez orga-
ny wykonawcze jednostek samorz¹du terytorialnego. Ten sposób prowa-
dzenia konsultacji mo¿e byæ wybierany w drodze uchwa³y przez organ
stanowi¹cy takiej jednostki30. Organ wykonawczy, prowadz¹c te konsul-
tacje, jest u¿ytkownikiem portalu spo³ecznoœciowego, powinien zatem
stosowaæ regulacje wewnêtrzne obowi¹zuj¹ce wszystkich u¿ytkowników.
Organ stanowi¹cy jednostkê samorz¹du terytorialnego wybieraj¹c tak¹
drogê prowadzenia konsultacji, powinien uwzglêdniæ dwa elementy: real-
ne stosowanie takiej formy komunikacji przez mieszkañców tej jednostki
oraz mo¿liwoœæ weryfikacji osób przedstawiaj¹cych opinie ze wzglêdu na
miejsce zamieszkania. Spe³nienie tych dwóch warunków stanowi podsta-
wê do uznania prywatnego portalu spo³ecznoœciowego jako narzêdzia do
prowadzenia konsultacji spo³ecznych. Portal ten jest zatem wówczas na-
rzêdziem bêd¹cym w³asnoœci¹ podmiotu prawa prywatnego, które s³u¿y
wykonaniu zadania publicznego przez organ administracji publicznej.
Zakoñczenie
Przepisy prawa zak³adaj¹ stosowanie elektronicznej administracji
z czêœciowym wykorzystaniem infrastruktury teleinformatycznej bêd¹cej
w posiadaniu prywatnych podmiotów, co nastêpuje poprzez prywatyzacjê
zadañ publicznych realizowanych w drodze elektronicznej obejmuj¹c¹
prowadzenie czêœci elektronicznych rejestrów publicznych oraz autoryza-
cjê œrodków komunikacji elektronicznej. Przepisy prawa zak³adaj¹ tak¿e
stosowanie przez organy administracji publicznej prywatnych systemów
teleinformatycznych umo¿liwiaj¹cych funkcjonowanie prywatnych porta-
li internetowych zapewniaj¹cych komunikacjê elektroniczn¹. Te dwa me-
chanizmy pozwalaj¹ na szybszy rozwój elektronicznej administracji, po-
niewa¿ organy administracji publicznej nie musz¹ dublowaæ prywatnej
infrastruktury teleinformatycznej.
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30 Organ stanowi¹cy jednostki samorz¹du terytorialnego podejmuje uchwa³ê okreœlaj¹c¹ za-
sady i tryb przeprowadzenia konsultacji spo³ecznych z mieszkañcami tej jednostki (art. 5b
ust. 2 ustawy z dnia 8 marca 1990 r. o samorz¹dzie gminnym, Dz.U. z 2016 r., poz. 446 z póŸn.
zm.; art. 3d ust. 2 ustawy z dnia 5 czerwca 1998 r. o samorz¹dzie powiatowym, Dz.U. z 2016 r.,
poz. 814 z póŸn. zm.; art. 10a ust. 2 ustawy z dnia 5 czerwca 1998 r. o samorz¹dzie wojewódz-
twa, Dz.U. z 2016 r., poz. 486 z póŸn. zm.).
Bibliografia
Akty prawne
Ustawa z dnia 14 czerwca 1960 r. – Kodeks postêpowania administracyjnego, Dz.U. z 2017 r.,
poz. 1257.
Ustawa z dnia 8 marca 1990 r. o samorz¹dzie gminnym, Dz.U. z 2016 r., poz. 446 z póŸn. zm.
Ustawa z dnia 5 czerwca 1998 r. o samorz¹dzie powiatowym, Dz.U. z 2016 r., poz. 814 z póŸn. zm.
Ustawa z dnia 5 czerwca 1998 r. o samorz¹dzie województwa, Dz.U. z 2016 r., poz. 486 z póŸn. zm.
Ustawa z dnia 11 marca 2004 r. o ochronie zdrowia zwierz¹t oraz zwalczaniu chorób zakaŸnych
zwierz¹t, Dz.U. z 2014 r., poz. 1539 z póŸn. zm.
Ustawa z dnia 17 lutego 2005 r. o informatyzacji dzia³alnoœci podmiotów realizuj¹cych zadania
publiczne, Dz.U. z 2017 r., poz. 570.
Ustawa z dnia 5 wrzeœnia 2016 r. o us³ugach zaufania oraz identyfikacji elektronicznej, Dz.U.
z 2016 r., poz. 1579.
Rozporz¹dzenie Parlamentu Europejskiego i Rady (UE) Nr 910/2014 z dnia 23 lipca 2014 r.
w sprawie identyfikacji elektronicznej i us³ug zaufania w odniesieniu do transakcji elektro-
nicznych na rynku wewnêtrznym oraz uchylaj¹ce dyrektywê 1999/93/WE, Dz.U. UE L
257/73 z 2014 r.
Rozporz¹dzenie Ministra Cyfryzacji z dnia 5 paŸdziernika 2016 r. w sprawie profilu zaufanego
elektronicznej platformy us³ug administracji publicznej, Dz.U. z 2016 r., poz. 1633.
Rozporz¹dzenie Ministra Finansów z dnia 30 wrzeœnia 2014 r. w sprawie wniosków o wpis do
rejestru agentów ubezpieczeniowych, Dz.U. z 2014 r., poz. 1376.
Rozporz¹dzenie Ministra Gospodarki i Pracy z dnia 19 sierpnia 2004 r. w sprawie obiektów ho-
telarskich i innych obiektów, w których s¹ œwiadczone us³ugi hotelarskie, Dz.U. z 2006 r.
Nr 22, poz. 169 z póŸn. zm.
Rozporz¹dzenie Ministra Rolnictwa i Rozwoju Wsi z dnia 28 czerwca 2004 r. w sprawie wzoru
i szczegó³owego sposobu prowadzenia rejestru psów zaszczepionych przeciwko wœciekliŸnie
oraz wzoru zaœwiadczenia o szczepieniu psa przeciwko wœciekliŸnie, Dz.U. z 2004 r. Nr 160,
poz. 1672.
Rozporz¹dzenie Ministra Rolnictwa i Rozwoju Wsi z dnia 29 wrzeœnia 2011 r. w sprawie zakre-
su i sposobu prowadzenia dokumentacji lekarsko-weterynaryjnej i ewidencji leczenia
zwierz¹t oraz wzorów tej dokumentacji i ewidencji, Dz.U. z 2011 r. Nr. 224, poz. 1347.
Rozporz¹dzenie Ministra Œrodowiska z dnia 8 stycznia 2016 r. w sprawie Centralnego Rejestru
Operatorów Urz¹dzeñ i Systemów Ochrony Przeciwpo¿arowej, Dz.U. z 2016 r., poz. 56.
Rozporz¹dzenie Ministra Transportu, Budownictwa i Gospodarki Morskiej z dnia 1 lipca 2013
r. w sprawie ewidencji l¹dowisk, Dz.U. z 2013 r., poz. 795.
Rozporz¹dzenie Ministra Transportu, Budownictwa i Gospodarki Morskiej z dnia 4 wrzeœnia
2013 r. w sprawie ewidencji pok³adowych i osobistych nadajników sygna³u niebezpieczeñ-
stwa, Dz.U. z 2013 r., poz. 1132.
Rozporz¹dzenie Ministra Zdrowia z dnia 29 wrzeœnia 2011 r. w sprawie szczegó³owego zakresu
danych objêtych wpisem do rejestru podmiotów wykonuj¹cych dzia³alnoœæ lecznicz¹ oraz
szczegó³owego trybu postêpowania w sprawach dokonywania wpisów, zmian w rejestrze oraz
wykreœleñ z tego rejestru, Dz.U. z 2014 r., poz. 325 z póŸn. zm.
Rozporz¹dzenie Ministra Zdrowia z dnia 5 kwietnia 2012 r. w sprawie rejestru lekarzy odby-
waj¹cych szkolenie specjalizacyjne, Dz.U. z 2013 r., poz. 415.
Opracowania
Biernat S., Prywatyzacja zadañ publicznych. Problematyka prawna, Warszawa–Kraków 1994.
Bogucki D., Plan Informatyzacji Pañstwa. Czas na zmiany, „Czas Informacji” 2011, nr 4.
Stosowanie prywatnej infrastruktury teleinformatycznej... 81
Bugdol M., Organizacyjne problemy wdro¿enia e-us³ug w administracji samorz¹dowej, „Sa-
morz¹d Terytorialny” 2015, nr 7–8.
Fleszer D, ICT a spo³eczeñstwo obywatelskie, „Czas Informacji” 2012, nr 1.
Kotulska M., Wykorzystanie œrodków komunikacji elektronicznej w postêpowaniu administracyj-
nym, „Przegl¹d Prawa Publicznego” 2012, nr 9.
Modzelewska E., Œwiatowe trendy w projektowaniu e-us³ug dla administracji publicznej, „Czas
Informacji” 2012, nr 1.
Pawluczuk A., Dro¿d¿ewicz P., Grudziñska E., Ho³ubowicz K., Strony internetowe urzêdów
gmin jako element wsparcia e-administracji w gminie, „Samorz¹d Terytorialny” 2014, nr 5.
Stachowicz M., Mamrot S., Standaryzacja jako czynnik optymalizacji us³ug œwiadczonych przez
administracjê publiczn¹, „Samorz¹d Terytorialny” 2015, nr 5.
Szewc T., Administracja wobec rozwoju e-us³ug, „Przegl¹d Prawa Publicznego” 2012, nr 7–8.
_0lengthród³a internetowe
http://www.bankier.pl/wiadomosc/Polska-bankowosc- w-liczbach-po-III-kw-2016-r-podsumowa-
nie-7486790.html (14.09.2017)
http://www.rp.pl/Finanse/307119883-Polacy-maja-juz-ponad-milion-profili-zaufanych.html#ap-1
(14.09.2017)
USE OF PRIVATE ICT INFRASTRUCTURE SERVING THE DEVELOPMENT
OF E-ADMINISTRATION
Abstract: The use of private ICT infrastructure ensures an optimal development of the
e-government. The provision uses two mechanisms for this purpose: the privatization of public
tasks and the use of this infrastructure by public administration authorities.
Keywords: E-GOVERNMENT, PUBLIC ADMINISTRATION AUTHORITY, PUBLIC TASK,
INFORMATION AND COMMUNICATION TECHNOLOGIES
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