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ção do que vem a ser uma notícia falsa e 
1sura a ela apenas represente uma viola-
dade de expressão ou de opinião. 
utros países, ainda tem muito o que fazer 
nir os cibercrimes. Precisa atualizar a le-
tdos internacionais e rever conceitos jurí-
1rudenciais tradicionais. Tudo isso tendo 
avanços sem precedentes e inesperados 
rmação e comunicação. Tenho absoluta 
:sente livro, por sua solidez, representa 
il esse debate. 
Brasília, novembro de 2019. 
Sergio Fernando Moro 
Ministro da Justiça e da Segurança Pública. 
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