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Abstrakt 
Obsahom mojej diplomovej práce je ozrejmenie základnej problematiky 
databázových informačných systémov (IS). Podáva prehľad architektúr informač-
ných systémov. Tieto informačné systémy sú analyzované so zameraním na ich po-
užiteľnosť a efektívne využitie v podniku zameranom na správu nehnuteľností . Po 
analýze týchto architektúr IS, analýze IS vybranej spoločnosti a spoločnosti ako 
takej, nasleduje vytvorenie návrhu informačného systému podľa zistených skutoč-
ností, špecifikácií a požiadaviek pre konkrétnu spoločnosť. 
Abstract 
Content of my diploma thesis is to set light to basics of database informa-
tion systems. This thesis provides a summary of information system architectures. 
These information systems are analysed with focus on their effectiveness and effi-
cient use in the enterprise oriented on real estate management. After analyzing 
these IS architectures, analysis of the selected company´s IS and company as such, 
follows the creation of design of an information system according to the estabili s-
hed facts, specifications and requirements for the particular company. 
Kľúčové slová 
Databáza, EPC, E-R diagram, ERP, HOS2009, informačný systém, IS, ná-
vrh IS, SWOT. 
Keywords 
Database, EPC, E-R diagram, ERP, HOS2009, information system, IS, de-
sign of IS, SWOT. 
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Úvod 
Informačné systémy sa v poslednej dobe stali neodmysliteľnou súčasťou 
väčšiny malých, stredných i veľkých podnikov. Nemyslia sa tým malé aplikácie 
slúžiace jednoduchej administratíve dokumentov, informácií a dát. Vo väčšine prí-
padov sa jedná o komplexné a zložité aplikácie spravujúce procesy od príchodu 
zamestnancov až po softvér zabezpečujúci hladký chod pásovej výroby. Tieto mo-
derné podnikové systémy, či inak povedané informačné systémy, zastrešujú funkcie 
zberu a ukladania dát, ďalej ich spracovanie a analýzu, a tak môžu slúžiť ako pod-
pora manažmentu pri riadení podniku a rozhodovaní. V nedávnej minulosti bolo 
nutné tieto všetky analýzy spracovávať ručne a na vypracovanie komplexných ana-
lýz bolo potreba mnoho školených a skúsených zamestnancov, dnes už je  toto mi-
nulosťou, keďže všetky tieto analýzy nám pri dosiahnutí minimálnych nákladov 
dokáže vytvoriť moderný informačný systém. Ako aj v iných odvetviach, i tu vývoj 
speje dopredu míľovými krokmi a pomocou moderných technológií môžeme do-
siahnuť lepších kvalitatívnych i kvantitatívnych výsledkov v podnikaní. Avšak toto 
všetko bude platiť iba v prípade, že podnik využije plný potenciál informačného 
systému. V prvom rade je nutné sa na informačný systém pozerať ako na strategic-
ký nástroj podniku, ktorý ak je správne zvolený a dimenzovaný na potreby podniku, 
je dôkladne spravovaný a efektívne využívaný, tak prinesie podniku úžitok.  Vo vý-
bere treba zohľadniť najmä veľkosť spoločnosti, pre ktorú bude informačný systém 
zvolený. Malé spoločnosti zväčša nemajú problém s výberom konkrétneho riešenia, 
keďže množstvo procesov a ľudí pracujúcich s IS je menšie ako pri veľkých korpo-
ráciách, ktoré potrebujú nájsť odpovedajúce jednotné riešenie, ktoré by zastrešilo 
množstvo rôznorodých a mnohokrát i nesúvisiacich činností, a  umožnilo tak prepo-
jiť celý podnik a ľahko tak usmernilo cestu dát naprieč podnikom na správne mies-
ta, a to bez nutnosti s týmito dátami operovať mimo IS, prevádzať ich formát či 
napríklad dáta exportovať z iných programov. Jednotné riešenie IS umožní podniku 
naviazať na ciele podniku, sledovať ich plnenie a usmerniť výstupy tak, aby sa ciele 
naplnili. V práci sa zameriam na zodpovedanie dôležitej otázky a tou je, či je jed-
notné riešenie IS východiskom podniku pri riešení dôležitých činností a procesov 
doposiaľ riešených mimo informačného systému. 
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Ciele práce, metódy a postupy spracovania 
Cieľom diplomovej práce je analyzovať súčasný informačný systém vo vy-
branej spoločnosti a vypracovať návrh databázového informačného systému podľa 
požiadaviek vedenia spoločnosti. V praktickej časti tak vypracujem návrh na vytvo-
renie tohto informačného systému s ohľadom na výsledky zistené z uvedenej ana-
lýzy a s ohľadom na stanovené kritériá a zadané požiadavky spoločnosti. Cieľom 
teda bude návrh databázového informačného systému na kľúč pre vybranú spoloč-
nosť. V teoretickej časti bude mojím cieľom čitateľa uviesť do danej problematiky 
databázových informačných systémov vysvetlením základných termínov používa-
ných v diplomovej práci a rozšíriť tak vedomosti čitateľa o túto problematiku.  
V samotnej analýze vybraných návrhov riešení sa zameriam na analýzu po-
žiadaviek podniku vzhľadom k osobitosti odboru podnikania spoločnosti a i na ana-
lýzu podniku samotného, použijem metódy na hodnotenie informačného systému 
HOS2009, analýzu SWOT, analýzu 7S, a ďalšími analytickými metódami budem 
porovnávať jednotlivé prístupy riešenia návrhu podľa sady určitých parametrov.  
Na základe výsledkov týchto analýz, ktorých princípy objasním 
v teoretickej časti práce, vypracujem pomocou získaných informácií návrh vlastné-
ho riešenia, alebo zvolím riešenie hotové. K vypracovaniu vlastného návrhu použi-
jem E-R diagram, diagram aktivity, Use Case a EPC diagramy, návrh vlastného IS 
zostavím pre použitie programovacieho jazyka Visual Basic.  
V záverečnom zhodnotení posúdim riešenie návrhu na základe dostupných 
a získaných informácií z technického i ekonomického hľadiska a vlastným úsud-
kom a dedukciou dospejem k záveru, kde budú moje zistenia patrične zdokumento-
vané. 
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1 Teoretické východiská práce 
V úvodnej kapitole uvediem základné informácie o informačných systé-
moch, ich klasifikácií, funkciách či architektúre, neskôr sa dostanem k popisu me-
tód analýzy informačných systémov, ktoré budem používať v praktickej časti tejto 
diplomovej práce. 
1.1 Informačný systém 
Informačný systém, skrátene IS, sa stáva neodmysliteľnou súčasťou dneš-
ných podnikov. Toto sa stáva z dôvodu neustále väčšej potreby spracovávať väčšie 
množstvo informácií kvalitnejšie a efektívnejšie a s tým súvisí dnešný rozvoj in-
formačných systémov. Jeho základnou zložkou je informácia, ktorá, ako hovorí 
Wiener, je: „název pro obsah toho, co si vymeňujeme s okolním světem, když se 
mu přizpůsobujeme a když na něj působíme svým přizpůsobováním (WIENER, 
1963, s.32).“ Informácia nie je preto iba základnou, ale i najdôležitejšou zložkou 
informačného systému, a od jej kvality záleží úspešnosť našeho podnikania, pretože 
znižuje  našu neznalosť alebo určitú neistotu v rozhodovaní. Preto, aby  sa docielila 
kvalita informácií, musí byť informácia zrozumiteľná, cielená, včasná, presná 
a musí jej byť primerané množstvo, iba tak sa môže stať kvalitným výrobným zdro-
jom. Preto v tejto kapitole bližšie uvediem pojem informačný systém a dostanem sa 
v ďalších kapitolách i k problematike súvisiacej s informačnými systémami. 
1.1.1 Definícia IS 
Za informačný systém sa podľa Tvrdíkovej považuje umelý systém zložený 
zo súboru ľudí, metód a technických prostriedkov, ktoré nám slúžia na zber, správu, 
triedenie, analýzu a prezentáciu informácií týkajúcich sa projektu alebo i celej fir-
my a to s cieľom tvorby a poskytovania informácií pre rôzne potreby rôznych prí-
jemcov v podniku (TVRDÍKOVÁ, 2008, s.19). Veľmi zjednodušene sa dá povedať, 
že informačné systémy sa skladajú z hardwaru, softwaru, orgwaru, peoplewaru 
a jeho okolie tvorí reálny svet, čiže zdroje informácií, legislatíva, normy. Dnešné 
firmy sa len ťažko v tejto dobe zaobídu bez kvalitného informačného systému, ako 
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pri dennej rutinnej práci, tak i pri spravovaní rôznych projektov. Moderný infor-
mačný systém nám môže pomôcť s príjmom a správou objednávok, zákaziek, ria-
dením zásob, výroby či firemných procesov samotných, a v neposlednej rade môže 
poskytovať ucelené informácie potrebné pre rozhodovanie manažmentu firmy alebo 
vedenia. Takisto môže slúžiť na komunikáciu medzi zamestnancami, poskytovať 
podporu pri riadení oprávnení i analýze potrebných dát pre rôzne potreby alebo za-
isťovať mnohé ďalšie funkcie, ktoré firme pomôžu k dosiahnutiu lepších výsledkov 
a úspore času, vďaka efektívnemu využitiu zdrojov. 
1.1.2 Funkcie a úlohy IS 
Funkcie a možnosti informačných systémov sú dnes takmer neobmedzené, 
závisí však predovšetkým na požiadavke firmy, čo presne má informačný systém 
spĺňať a aké majú byť jeho funkcie. V dnešnej dobe je možné informačným systé-
mom alebo softwarom vyriešiť akúkoľvek potrebu zákazníka, je možné vytvoriť 
informačný systém na mieru, priamo podľa požiadaviek zákazníka, ktorý bude spĺ-
ňať všetky jeho špecifické požiadavky. Pomocou dnešných informačných systémov 
môžeme riešiť široké spektrum záležitostí akými sú riadenie interných i externých 
záležitostí firmy, správa webových stránok, internetových obchodov a iné. Vý-
znamnou funkciou môže byť možnosť napojiť účtovnícku agendu alebo iný súčasný 
systém na informačný systém a všetko tak spravovať z jedného miesta. V základe 
sa jedná o tieto funkcie, procesy podporujúce finálny výstup:  
 zber informácií, 
 spracovanie informácií, 
 uchovávanie informácií, 
 prenos informácií, 
 prezentácia informácií. 
Hlavnou úlohou informačného systému je produkovať kvalitné informácie 
ako výstup rôznych procesov, ktoré nám slúžia pre rozhodovanie, z čoho 
v konečnom dôsledku plynie úžitok (BASL, 2012). 
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1.1.3 Princíp IS 
Informačný systém ako aplikácia alebo súbor aplikácií spolupracujú pomo-
cou spoločnej databáze. Koncepcia informačných systémov sa líši systém od systé-
mu, informačný systém banky bude odlišný od informačného systému dopravného 
podniku atď. I tak ale môžeme povedať, že informačný systému bude mať vždy 
aspoň dve vrstvy, kde prvá bude dátová vrstva založená na databázovom serveri, a 
druhá bude aplikačná zaisťujúca komunikáciu medzi užívateľom a dátovou vrstvou 
a to všetko za pomoci užívateľského rozhrania (BASL, 2008). 
1.1.4 Technológia IS 
Informačné systémy môžu byť založené na širokom spektre technológií . 
Technológia sa volí podľa zložitosti požadovaného informačného systému, použitie 
konkrétnej technológie záleží od úrovne požadovaných služieb, ktoré budeme od 
informačného systému očakávať. Jednoduchšie informačné systémy môžu používať 
iba internetový prehliadač, kde je možné celý systém naprogramovať pomocou  
programovacieho jazyka PHP a dáta budú uložené na serveri bežiacom na platforme 
MySQL. Naproti tomu komplexnejšie informačné systému môžu byť naprogramo-
vané jazykom C či jeho variantmi C+ či C#, kde sú dáta uložené na serveri 
s platformou MSSQL v zložitejších dátových štruktúrach umožňujúce pokročilejší 
zber, správu a analýzu informácií a dát (BASL, 2008). 
1.1.5 Životný cyklus IS 
Životný cyklus informačného systému predstavuje súhrn etáp, ktoré na se-
ba postupne nadväzujú, tieto fázy projektu predstavujú cyklus vývoja informačného 
systému od jeho začiatku, kedy sa rozhoduje o vývoji informačného systému a jeho 
uskutočnení, cez určenie požiadaviek na informačný systém, tvorbu konceptuálneho 
a dizajnového modelu, jeho samotnú implementáciu, zavedenie do podniku 
a testovanie, až po fázu nepretržitej údržby a prevádzky, prípadne jeho rozvoja či 
stiahnutia z prevádzky. Na životný cyklus informačných systémov existujú rôzne 
názory a autori majú na túto problematiku rôzny pohľad. Podľa Sodomky a Klčovej 
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sú etapy životného cyklu informačného systému tieto (SODOMKA, KLČOVÁ, 
2010, s.93): 
 Prevedenie analytických prác a voľba rozhodnutia. 
 Výber systému a implementačného partnera, 
 Uzatvorenie zmluvného vzťahu, 
 Implementácia, 
 Užívanie a údržba, 
 Rozvoj, inovácia a „odchod do dôchodku“. 
Na porovnanie uvádzam, že Řepa delí životný cyklus informačného systé-
mu na tieto fázy (ŘEPA, 1999): 
 Informačná stratégia organizácie, 
 Úvodná štúdia systému, 
 Globálna analýza a návrh, 
 Detailná analýza a návrh, 
 Implementácia, 
 Zavedenie, 
 Prevádzka, údržba a rozvoj. 
Zjednodušený a výstižný pohľad na túto problematiku ponúka Basl, ten po-
pisuje životný cyklus informačného systému štyrmi základnými fázami  (BASL, 
2008): 
 Výber IS 
 Implementácia IS 
 Prevádzka IS 
 Inovácia IS 
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1.1.6 Architektúra IS 
Architektúrou informačných systémov sa rozumie schematické vyobrazenie 
hlavných funkcií informačného systému, ich vzájomných väzieb a dokumentácie 
charakteristík aplikácií. Architektúra tvorí celkovú koncepciu informačného systé-
mu vyjadrenú graficky a písomne, predstavuje pohľad na:  
 základnú štruktúru informačného systému v naviazanosti na organizačnú 
štruktúru podniku,  
 funkcie, ktoré bude IS poskytovať v naviazanosti na procesy v podniku, 
 prevádzku a bezpečnosť celého systému, 
 väzby k okoliu systému. 
Architektúra vytvára relatívne stabilný rámec riešenia IS, do ktorého je 
možné v priebehu vývoja IS začleniť ďalšie aplikácie podľa potreby využitia 
ďalších funkcií. Predstavuje tiež komunikačný kanál medzi tvorcami architektúry 
a vedením spoločnosti, pri správnom návrhu do budúcnosti uľahčí  vývoj IS, zaisťu-
je stabilitu vývoja IS pri rýchlom vývoji IT a z ekonomického hľadiska dokáže pri 
prípadnej zmene komponentov minimalizovať náklady pri prevádzaní rekonštrukcie 
alebo zmien chybne zadaného projektu. Poňatie architektúry z klasického pohľadu 
je dvojaké, rozoznáva sa globálna a čiastková architektúra (BASL, 2008).  
1.1.6.1 Globálna architektúra IS 
Globálna architektúra je hrubým návrhom IS, víziou budúceho stavu IS, 
rozoznáva jednotlivé komponenty systému, ich vzájomné väzby, stavebné bloky 
predstavujúce množinu informačných služieb – funkcií, ktoré podporujú jednotlivé 
podnikové procesy. V globálnej architektúre sa rozlišuje (BASL, 2008): 
 Vertikálna dimenzia – členenie manažmentu do troch úrovní, hierarchické 
usporiadanie z hľadiska práv a povinností, 
 Horizontálna dimenzia – členenie z hľadiska podnikových útvarov – výro-
ba, marketing, ľudské zdroje, atď. 
18 
 
1.1.6.2 Čiastková architektúra IS 
Čiastková architektúra sa zameriava na detailný návrh IS, na základoch 
globálnej architektúry sa vytvoria čiastkové architektúry: 
 funkčná, 
 procesná, 
 dátová, 
 technologická, 
 softwarová, 
 hardwarová. 
Čiastková architektúra ja nakoniec doplnená o  určenie väzieb medzi jed-
notlivými jej komponentmi (BASL, 2008). 
1.1.7 Podnikové procesy a ich podpora informačnými systémami 
V každom podniku existujú rôzne procesy, niektoré z nich sa opakujú iba 
zriedka, niektoré sú vykonávané častejšie. Pri procesoch  vyskytujúcich sa častejšie 
a zároveň tých, ktoré vykazujú určitý stereotyp, je preto vhodné ich spracovanie 
a podpora informačnými systémami, sú to napr. procesy, pri ktorých je treba tie isté 
informácie vkladať do viacerých informačných databáz, systém tak dokáže pri jed-
nom zápise dát vykonať opakujúce sa vkladanie do rôznych úložísk automaticky 
a tak zrýchliť a zefektívniť tieto procesy, a to je úlohou informačných systémov. 
Týmto procesom sa potom hovorí automatizované procesy a tak tieto procesy delí-
me podľa ich stupňa automatizácie, sú to napr. činnosti spojené so správou objed-
návok, faktúr, s príjmom a výdajom materiálu či tovaru, alebo plánovaním využitia 
výrobných zdrojov. Informačné systémy sú však použiteľné i  pri podpore tvorivých 
činností, ako je plánovanie financií, cieľov či návrh nového výrobku. 
Pri charakterizovaní aplikácií informačného systému, ktoré tieto procesy 
spravujú, sa používa funkčný prístup, pre tento je typické usporiadanie aplikácií do 
modulov, ktoré charakterizujú jednotlivé oblasti činnosti podniku, napr. výroba, 
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marketing, financie, nákup, predaj, správa majetku a iné. Pri pohľade na podnikové 
projekty či zákazky z komplexného hľadiska sú potom jednotlivé moduly infor-
mačného systému pri spracovaní projektu či zákazky využívané postupne (BASL, 
2008). 
1.1.8 Typy IS 
V ďalších kapitolách si bližšie uvedieme rozdelenie vybraných informač-
ných systémov a to podľa druhu využitia v podnikovej praxi, zjednodušene podľa 
toho, na aké procesy sa jednotlivé typy informačných systémov v  podniku zameria-
vajú. 
1.1.8.1 ERP (Enterprise Resource Planning) systémy 
Za skratkou ERP stoja tri slová, jedno z nich vyjadruje zjednotenie čias-
tkových podnikových funkcií na úrovni celého podniku - Enterprise, preto sú ERP 
systémy mnohokrát označované ako celopodnikové aplikácie, integrujúc jednotlivé 
procesy podniku do jednej aplikácie zdieľanej naprieč podnikom pod spoločnou 
dátovou základňou uspokojujú potrebu informácií naprieč celým podnikom. Podni-
kové dáta a informácie sú tak zdieľané a dostupné v reálnom čase tak, že poskytujú 
iba jednu verziu pravdy. ERP si môžeme predstaviť ako podnikovú databázu zdru-
žujúcu všetky dôležité podnikové transakcie, ktoré tak tvoria jeden celok. V nej sú 
informácie zhromažďované, spracovávané, monitorované a tieto informácie je 
možné prezentovať pomocou reportov. Keďže ERP predstavuje základ podnikového 
informačného systému, automatizácia v ňom hrá hlavnú rolu v zefektívňovaní pro-
cesov a z toho plynúcich prínosov, príkladom činností, v ktorých sa prínos automa-
tizácie prejavuje najviac sú účtovníctvo, administratíva skladových zásob či pláno-
vanie. 
ERP systém by mal predstavovať integrujúcu platformu určenú k riadeniu 
interných podnikových procesov, bohužiaľ mnohým z dostupných systémov na trhu 
chýbajú zásadné vlastnosti, potrebná funkcionalita či technológie, aby mohli svoju 
podstatu naplniť. Preto mnohé zo systémov na trhu, ktoré sú viac-menej iba čias-
tkovým riešením, i keď sú označované ako ERP systémy, do tejto skupiny nepatria.  
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Ak hovoríme o interných podnikových procesoch myslíme nimi výrobu, 
nákup, logistiku, riadenie ľudských zdrojov a ekonomiku podniku. 
Jedným z problémov, ktorý sa snažíme zavedením ERP systémov elimino-
vať je duplicita informácií a s tým spojený problém synchronizácie i prístupu viace-
rých užívateľov k dátam v jednom čase. Ak sú v podniku použité viaceré aplikácie, 
či rôzny softvér pre jednotlivé oddelenia v podniku, je nemožné sledovať cestu zá-
kazníckeho požiadavku naprieč podnikom, dochádza k situácii, kedy je rovnaká 
informácia zadávaná opakovane a je uchovávaná na viacerých miestach, bohužiaľ 
mnohokrát v rôznych nekonzistentných databázach. Výskyt nekonzistencie a chy-
bovosti podnikových dát tak prudko rastie, preto musí ERP informačne podporiť 
podnikové procesy efektívnym spôsobom a to tak, aby táto podpora bola realizova-
ná jednou ucelenou aplikáciou. 
Používateľ je tak schopný v ERP systéme spravovať rozsiahle databázy 
(tovar, osoby, majetok, financie, atď.), či vykonávať operácie spracovania nákupu, 
objednávok alebo predaja tovaru a iných komodít, a spracovávať dokumenty s tým i-
to súvisejúcimi operáciami. Ďalej je možné vytvárať rôzne prehľady, štatistiky a 
analýzy týchto operácií. 
ERP je zdrojom dát pre podnik a takisto i pre ostatné typy aplikácií, ktorý-
mi môžu byť aplikácie typu e-bussiness, CRM, či prakticky všetky typy aplikácií. 
Vo vzťahu na aplikácie Business Intelligence (BI) slúžia informácie z ERP systé-
mov ďalším analýzam v rámci BI. Samozrejmosťou je, že tok dát je obojstranný, 
dáta z aplikácií typu e-bussiness sú cenným zdrojom pre aktualizáciu databáz v 
ERP systémoch, a to predovšetkým databáz objednávok, faktúr či zákazníkov a do-
dávateľov, a iných (BASL, 2008). 
1.1.8.2 ECM (Enterprise Content Management) 
Skratka ECM je ekvivalentom riadenia podnikového obsahu. Pod pojmom 
obsah si môžeme predstaviť rôzne typy štruktúrovaných i neštruktúrovaných dát, 
akými sú fotografie, texty, dokumenty, poznámky, zvukové nahrávky, atď. Systémy 
ECM poskytujú prostriedky pre vytváranie, zber, správu, zabezpečenie, ukladanie, 
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uchovávanie, likvidáciu, publikovanie, distribúciu, prehľadávanie, úpravy prezentá-
cií či tlač všetkého digitálneho obsahu (BASL, 2008). 
1.2 Informačná stratégia 
Pre ďalší rozvoj IS je potrebné zostaviť takzvanú Informačnú stratégiu, táto 
by mala pozostávať z vízie, cieľov a základnej charakteristiky budúceho stavu IS/IT 
firmy. 
Podľa Kocha v sebe Informačná stratégia spája (KOCH, 2010): 
 určenie vzťahov medzi celkovou stratégiou a informačnou stratégiou firmy, 
 analýzu súčasného/doterajšieho vývoja IT vo firme, 
 analýzu a predpoveď všeobecného vývoja IT, 
 určenie informačných zdrojov firmy, 
 plán rozvoja IS/IT, 
 rozsah finančných a nefinančných zdrojov pre zaistenie plánu rozvoja, 
 prehľad štandardov, ktoré budú uplatňované, 
 návrh metrík pre dosiahnutie cieľov a iné.  
1.3 Analytické metódy informačej stratégie 
V dnešnej dobe už nie sú predmetom posudzovania iba komplexné prvky 
akými sú prostredie, podnik ako celok či konkrétny projekt,  ale sú nimi i omnoho 
menšie čiastkové prvky, ktoré sa mnohokrát skladajú z ešte menších častí. 
Takto isto môžeme nahliadať i na podnikový IS, ktorý je dnes vo väčšine 
prípadov jedným z kľúčových prvkov podniku a takisto obsahuje viacero čiastko-
vých prvkov. Pre účely jednoduchšej a efektívnejšej analýzy tak vznikli i v tomto 
odbore rôzne metódy, pomocou ktorých môžeme IS posudzovať a hodnotiť. Metó-
dy, ktoré pre túto činnosť používame, si opíšeme v nasledujúcich podkapitolách. 
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1.3.1 McKinseyho model 7S 
Analytická technika 7S je používaná pre hodnotenie kritických faktorov 
ľubovoľnej organizácie a patrí k modelom kritického faktoru úspechu. Koncom 70-
tych rokov navrhli konzultanti Athos, Pascale, Peters a Waterman zo spoločnosti 
McKinsey&Company sedemprvkový spôsob dekompozície organizácie na tieto 
prvky: 
 Skupina - cieľovo orientované spoločenstvo ľudí. 
 Stratégia - definícia cieľov skupiny a spôsobov ich dosiahnutia. 
 Zdieľané hodnoty - vízie, poslanie, firemná kultúra. 
 Schopnosti - skúsenosti, znalosti, zručnosti. 
 Štýl - charakteristický spôsob jednania, konania, chovania. 
 Štruktúra - organizačné usporiadanie skupiny, mechanizmus riadenia. 
 Systémy - metódy, postupy, procesy, technické systémy, IS, technológie. 
 
Obrázok 1: Rámec McKinsey 7S (Zdroj: Management Mania, 2014) 
V praxi sa rámec 7S využíva v strategickom audite, strategickom riadení a 
v riadení zmien (Management Mania, 2014). 
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1.3.2 SWOT 
Využiteľnosť SWOT analýzy je pomerne široká, dá sa aplikovať na organi-
záciu ako celok, na produkt i službu a takisto na SW aplikáciu  či projekt. SWOT 
analýza je analýzou súhrnnou, kde analýza vonkajšieho prostredia odhaluje prílež i-
tosti a hrozby a na druhej strane analýza vnútorného prostredia silné a slabé stránky 
spoločnosti (FORET, 2012). Analýza sa tak potom skladá zo štyroch kvadrantov a 
začiatočné písmeno každého z nich spolu tvorí názov analýzy, kvadranty sú: 
Silné stránky (Strengths)  
Slabé stránky (Weaknesses)  
Príležitosti (Opportunities) 
Hrozby (Threats)  
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Obrázok 2: Matica SWOT (Zdroj: Vlastná tvorba) 
Výstupom analýzy SWOT sú informácie, pomocou ktorých je možné sta-
noviť celkové ciele i čiastkové strategické ciele spoločnosti. Takýmto cieľom môže 
byť napríklad rozhodnutie spoločnosti minimalizovať slabé stránky a tým minima-
lizovať hrozby v prostredí spoločnosti a podobne (JAKUBÍKOVÁ, 2008). 
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1.3.3 Metoda HOS8 
Podstatou metódy HOS8 je skúmanie IS v ôsmich oblastiach a tými sú:  
 Hardware (HW) 
 Orgware (OW) 
 Software (SW) 
 Peopleware (PW) 
 Dataware (DW) 
 Customers (CU) 
 Suppliers (SU) 
 Management IS (MA) 
Predchodcom tejto metódy bola pôvodná metóda HOS vytvorená Milošom 
Kochom už v roku 1998, tá skúmala tri základné oblasti - Hardware, Orgware a 
Software. Metódu HOS v roku 2001 rozpracoval hlbšie Jiří Kříž (NEUWIRTH, 
2009, s.26) vo svojej dizertačnej práci. Metóda HOS8 vznikla až v roku 2004, kedy 
Jan Dovrtěl a Miloš Koch (NEUWIRTH, 2009, s.28) pridali ďalších päť oblastí a 
tak vznikla nová verzia pôvodnej rozšírenej metódy HOS. Následníkom metódy 
HOS8 je metóda HOS2009, ktorú vytvoril Bernard Neuwirth vo svojej dizertačnej 
práci a táto rozširovala oblasti o ďalšie dve, o Security (SE) a Management (MA)  
(NEUWIRTH, 2009, s.46), o tejto metóde si napíšeme viac v nasledujúcej kapitole.  
O prepojenosti obchodného IS s podnikovým prostredím mimo iného vy-
povedá podobnosť komponentov HOS8 a komponentov informačnej infraštruktúry 
podniku, ktoré formuloval v roku 2000 Zdeňek Molnár a sú nimi HW, SW, DW, 
PW a OW. (MOLNÁR, 2000, s.19)  
Výstupom metódy HOS8 by mala byť informácia o súhrnnom stave IS. K 
tejto informácii sa dopracujeme tak, že vyhodnotíme zodpovedané kontrolné otázky 
metódy HOS8 a vytvoríme ich grafické zobrazenie, dotazník je uvedený v prílohe 
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tejto práce. Stav IS môžeme ohodnotiť jednou z piatich úrovní stavu IS, a to hodno-
tami 1 - veľmi nízka, 2 - nízka, 3 - stredná, 4 - vysoká a 5 - veľmi vysoká. 
V ďalšom kroku zisťujeme, či je stav IS vyvážený, prípadne ktoré oblasti 
zaostávajú a je treba sa sústrediť na ich zlepšenie, aby mohol byť IS využívaný 
efektívne. Ďalším výstupom metódy HOS8 je zistenie, či IS ako celok vyhovuje 
stanoveným potrebám spoločnosti, alebo je nutné IS zdokonaliť (NEUWIRTH, 
2009). 
1.3.4 HOS2009 
Ako som už spomenul v jednej z predchádzajúcich kapitol, metóda 
HOS2009, ktorú zpracoval Neuwirth vo svojej dizertačnej práci v roku 2009, vy-
chádza z pôvodnej metódy HOS8. I metóda HOS8 bola tiež rozpracovanejšou ver-
ziou metódy HOS, ktorú vytvoril Koch a neskôr rozpracoval do hĺbky Kříž.  
Predpokladajúc, že má metóda HOS2009 schopnosť komplexne vyhodno-
covať obchodný IS, môžeme z toho vyvodiť, že takýto IS pozostáva z 10 oblastí a 
tými sú Hardware (HW), Software (SW), Orgware (OW), Peopleware (PW), Data-
ware (DW), Customers (CU), Suppliers (SU), Management IS (MIS), Security (SE) 
a Management (MA) (NEUWIRTH, 2009, s. 47). 
Rozdiely od pôvodnej metódy sú v novom spracovaní vidieť predovšetkým 
v novom pohľade na vyváženosť systému, ktorá je rozdelená do viacerých úrovní. 
Ďalšia zmena je v poňatí hardwaru a softwaru, chápaných ako základné prvky IS, 
ktoré majú v HOS2009 svoju vlastnú oddelenú časť pre hodnotenie ich vzájomnej 
vyváženosti. Dotazníky prešli taktiež aktualizáciou vzhľadom k vývoju v oblasti IT, 
v podstate je to súbor dotazníkov - pre každú hodnotenú oblasť jeden. Prehľadnosť 
výsledkov je podporená existenciou grafickej podoby výstupov. 
Princípom hodnotenia tejto metódy je, že za optimálny, vyvážený a efek-
tívne používaný systém može byť považovaný iba taký IS, v ktorom sa na žiadnu z 
jeho častí nevynakladajú zbytočné náklady (NEUWIRTH, 2009). 
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Prínosy analýz metódy HOS2009 pre firmu môžeme vidieť v troch rov i-
nách (NEUWIRTH, 2009) : 
 v odhalení potenciálnych problémov v IS, 
 pre návrh možného smeru ďalšieho rozvoja, ktorý by prispel k vyriešeniu 
týchto problémov, 
 použitie metódy ako jednoduchého kontrolného mechanizmu. 
Hodnotené oblasti môžeme zjednodušene popísať následovne: 
 Orgware (OW) - v oblasti OW sa skúma existencia pravidiel pre prevádz-
ku IS, dostupnosť návodov, smerníc a postupov používateľom, správnosť 
ich používania a ich dodržovanie. 
 Peopleware (PW) - oblasť PW hodnotí koncových používateľov IS a ich 
vzťah k jeho používaniu a vývoju, nie však z odborného, ale iba z používa-
teľského hľadiska. 
 Dataware (DW) - oblasť DW skúma dáta používané v IS. Nehodnotí sa ich 
množstvo či kvalita, ale prístupnosť dát používateľom, ich štrukturovanosť 
a možnosti spracovania dát. 
 Security (SE) - v oblasti SE sa hodnotí spôsob akým sú dáta v IS chránené, 
a to predovšetkým z hladiska bezpečnostných pravidiel, noriem a ich dodr-
žovania. Skúmajú sa taktiež potenciálne riziká ohrozujúce bezpečnosť sys-
tému a prístupu do systému. 
 Suppliers (SU) - oblasť SU hodnotí spôsob riadenia IS vo vzťahu k dodá-
vateľom. 
 Customers (CU) - v tejto oblasti sa skúmajú zákazníci organizácie použí-
vajúci IS. 
 Management IS (MIS) - v oblasti MIS sa hodnotí riadenie v oblasti IS, in-
formačná stratégia, dôslednosť dodržovania stanovených pravidiel a noriem 
a tiež i spôsob, akým je chápané postavenie koncového používateľa vo 
vzťahu k systému. 
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 Management (MA) - v tejto oblasti sa skúma prístup vrcholového mana-
gementu k IS. 
 Hardware a Software (HW, SW) - oblasť HW sa zameriava na hodnote-
nie všeobecného fyzického vybavenia IS z hľadiska jeho funkčnosti, užíva-
teľskej prívetivosti, stability atď. Oblasť SW na druhej strane skúma pro-
gramové vybavenie a to, ako za súčasných okolností slúži svojemu účelu. 
V týchto dvoch oblastiach je nutné spomenúť, ako už bolo uvedené vyššie, 
že sa tu hodnotí ich vzájomný vzťah a vyváženosť oboch týchto oblastí. 
Podoba dotazníkov je u všetkých týchto oblastí rovnaká, v každom z nich 
nájdeme desať prehlásení v súvislosti s hodnotenou oblasťou. Hodnotiteľ má mož-
nosť tieto prehlásenia ohodnotiť podľa nasledujúcej stupnice  (NEUWIRTH, 2009): 
áno - skôr áno - čiastočne - skôr nie - nie 
Okrem odpovedí na prehlásenia v dotazníkoch počíta systém hodnotenia aj 
s priradenými váhami jednotlivých oblastí pre danú firmu, kritériom váhy dotazní-
kových podskupín, fázou životného cyklu IS a takisto aj s mierou dôležitosti IS ako 
takého pre firmu. Výpočty všetkých týchto hodnôt nám nakoniec poskytnú tieto 
výstupy (NEUWIRTH, 2009): 
 zistenie optimálneho stavu IS firmy, ktorý by mala firma dosiahnuť pre za-
istenie bezproblémového a stabilného chodu firmy, 
 grafické porovnanie vzájomnej väzby medzi oblasťou HW a SW, 
 grafické znázornenie súčasného stavu IS z celkového pohľadu i stavu jed-
notlivých oblastí IS firmy, 
 grafické znázornenie následného vyváženého, optimálneho a efektívneho 
vývoja IS firmy, 
 grafické znázornenie nerovnovážnosti jednotlivých oblastí a ich podiel na 
celkovej nerovnovážnosti IS firmy ako celku, 
 návrhy a doporučenia pre zlepšenie či udržanie súčasného stavu IS firmy. 
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1.4 Diagramy a analýzy  
Na popísanie stavu IS a IS ako takého existuje mnoho rôznych grafických 
vyjadrení, ktoré zobrazujú skutočnosť zachytenú slovným popisom. V ďalších kapi-
tolách popíšem tie, ktoré budú použité v samotnom návrhu IS . 
1.4.1 Event-driven Process Chain (EPC diagram) 
EPC diagram, ako už z názvu vyplýva, je diagram procesu, ktorý je riadený 
následnosťou udalostí. Pomocou udalostí a aktivít prehľadne popisuje akékoľvek 
procesy. Je spojením vývojového diagramu a RACI matice, kde v grafickej podobe 
zobrazuje činnosti procesu a priradzuje týmto činnostiam pracovníkov spoločnosti 
spolu s priradením zodpovedajúceho spôsobu zapojenia sa do činnosti. Elementami 
EPC diagramu sú Aktivity, Udalosti, Logické spojky (AND, OR, XOR), Organi-
začné jednotky, Informácie/Materiály/Zdroj a Kontrolný tok, zobrazené sú na Ob-
rázku 3 (VONDRÁK, 2004, s.21). 
 
Obrázok 3: Elementy EPC diagramu (Zdroj: Vlastná tvorba) 
1.4.2 Use Case diagram  
Diagram prípadu užitia má základy v metodike UML a zachytáva dynamic-
kú štruktúru systému z pohľadu používateľa, a to zobrazením prípadov užitia, akté-
rov a ich vzťahov. Používa sa na definovanie rolí, v ktorých sa môžu používatelia 
systému ocitnúť. Každá rola má sadu prípadov užitia, môže sa však stať, že niektoré 
prípady užitia sa nachádzajú vo viacerých rolách, iné zas budú spadať iba pod jednu 
konkrétnu. Súbor všetkých prípadov užitia je zhodný s požadovanými funkciami  
systému. Prípad užitia sa zobrazuje ako ovál s názvom prípadu. Aktér má buď sym-
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bol postavy, ktorý zastupuje osoby, alebo štvorca, ktorý pre zmenu zastupuje exter-
né systémy. Vzťahy sú vyjadrené plnou neprerušovanou čiarou, ktorá priradzuje 
aktérom prípady užitia. Používa sa napríklad ako podklad pre analýzu a návrh sys-
tému či riadenie projektu, pri testovaní systému pred spustením prevádzky či pri 
návrhu používateľského rozhrania systému (ARLOW, NEUSTADT, 2007). 
1.4.3 Entity-Relationship diagram (E-R diagram)  
Štruktúru datových úložísk a ich vzájomné vzťahy môžeme vyjadriť gra-
ficky pomocou E-R diagramu. Používame ho na návrh fyzickej štruktúry súborov. 
Poskytuje pohľad z hľadiska väzieb medzi entitami (HERNANDEZ, 2006). 
Medzi základné konštrukčné prvky E-R diagramu patria: 
 entity - významné objekty v sledovanej oblasti, 
 vzťahy - vzájomné vzťahy medzi dvomi i viacerými entitami. Podľa počtu 
výskytu objektov oboch entít v danom vzťahu určujeme kardinalitu vzťahu, 
tú rozlišujeme na: 
o 1:1 - na oboch stranách vzťahu existuje iba jeden objekt danej entity. 
o 1:N - na jednej strane existuje iba jeden objekt, na druhej strane existuje 
objektov viacero. 
o M:N - na oboch stranách existuje viacero objektov danej entity, tento 
vzťah je nutné upraviť tak, aby vznikly dve entity napojené na entitu vä-
zobnú vzťahom 1:N, tento úkon sa nazýva dekompozícia vzťahu N:M.  
1.4.4 Diagram aktivity, UML 
Diagram aktivity je najčastejšie využívaný pre popis funkčného modelu IS 
a to vďaka univerzálnemu mechanizmu pre modelovanie chovania systému  (AR-
LOW, NEUSTADT, 2007, s.286-287). Diagram aktivity sa používa na popis tokov 
činností pomocou aktivít, tie reprezentujú stavy a prechody medzi nimi, kde je pre-
chod zavedený interným mechanizmom ukončenia činností viazaných na daný stav. 
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Základné elementy UML diagramu aktivity sú nasledujúce (VONDRÁK, 2004, 
s.33): 
 Počiatočný a koncový uzol - definuje štart a koniec procesu. 
 Aktivita - reprezentuje atomickú, ďalej nedeliteľnú činnosť procesu , akti-
vity môžu zlučovať viacero vstupov. 
 Rozhodovací blok - reprezentuje podmienku a popisom výstupných vetví 
určujeme o čom je rozhodované, je analógiou k logickým XOR spojkám 
používaných v EPC diagramoch. 
 Synchronizácia - definuje miesto vytvorenia či zlúčenia paralelne prebie-
hajúcich vetví, je analógiou k logickým AND spojkám v  EPC diagramoch. 
 Kontrolný tok - znázorňuje postupnosť jednotlivých elementov v diagra-
me, popis kontrolného toku sa využíva iba ak je ich zdrojom rozhodovací 
blok, smer toku je vyznačený šípkou. 
 Plavecká dráha - pomocou nich je možné diagram rozdeliť na niekoľko 
častí, podľa ktorých je možné určiť zodpovednosť za aktivitu priradením 
aktivít do konkrétnej plaveckej dráhy, plavecká dráha znázorňuje role osôb.  
Na obrázku nižšie, sú zobrazené elementy UML diagramu aktivity. 
 
Obrázok 4: Elementy UML diagramu aktivity (Zdroj: Vlastná tvorba) 
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1.5 Zavádzanie informačných systémov do podnikov 
Zavádzanie podnikových IS prebieha vždy na základe projektu. Projekty IS 
majú svoje špecifiká, a tak je nutné prístupy projektového riadenia k takémuto typu 
projektov náležite prispôsobiť. Na rozdiel od tradičných projektov tu existuje popri 
hmotnej stránke projektu i stránka nehmotná, týka sa predovšetkým sociálne psy-
chologickej roviny. V projektoch IS tak môžu nastať špecifické problémy a to na 
základe opatrnosti ľudí k zmenám, ich znalostí či postojov, motivácie osôb v pod-
niku na rôznych úrovniach či vzťahoch medzi nimi. Hmotnou stránkou projektov IS 
je popri hardware i software, jeho nastavenie a dáta v ňom. Taktiež záleží na jeho 
používaní, ktoré má základy v školení používateľov a tak by sa mal klásť dôraz na 
prístup a pravidlá chovania používateľov. Keďže je implementácia IS zásahom do 
podnikovej kultúry a spôsobu komunikácie v podniku. Zmeny sa prejavia najmä v 
podnikových procesoch a zaužívaných zvyklostiach. 
Špecifickými charakteristikami projektov z oblasti IS je fakt, že tieto pro-
jekty sú najviac ovplyvnené predchádzajúcimi skúsenosťami, sú vysoko premenl i-
vé, vyžadujú zdieľanie podnikových zdrojov a to hlavne tých ľudských, vždy 
ovplyvňujú organizáciu a stratégiu podniku, sú zdrojom inovačného potenciálu s 
krátkym inovačným cyklom zmien, produkujú nové služby i výrobky či nové kaná-
ly pre riadenie vzťahu so zákazníkmi či s dodávateľmi a v neposlednej rade často 
prebiehajú súvisle s inými projektami v podniku. 
Pozornosť je však treba upriamiť na spôsob výberu a dodania IS . Tieto 
procesy sú totiž pre projekty v oblasti IS kľúčové. Po výbere IS nasleduje proces 
implementácie samotného IS, kde je očakávaným výstupom funkčný IS podniku. 
Dôležitými faktoromi sú technický pohľad na projekt IS, business aspekt, funk-
čnosť IS, včasnosť projektu zavedenia a efekty dosahované užitím IS.  
Projekty inovácie IS v podnikoch dnes musia bojovať o zdroje a  o svoje 
miesto v konkurencii s inými projektami, úvahy o otázke, "ktorý IS je pre nás 
vhodnejší a akým spôsobom ho zavedieme?", sa presunuli k otázkam typu, "získa-
me väčšiu hodnotu investíciou do inovácie podnikového IS, či do výrobnách tech-
nológií?" (BASL, 2008). 
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1.5.1 Predprojektová fáza 
Prvým krokom v procese zavedenia podnikového IS je rozhodnutie vedenia 
spoločnosti o zmene podnikového IS. Tento zámer musí mať pevné základy v jas-
nom rozhodnutí vedenia spoločnosti, ktoré je v súlade s podnikovou stratégiou. Až 
potom je možné previesť dôkladnú analýzu súčasného stavu spoločnosti, zhodnotiť 
realitu, všetky klady i zápory, predpoklady, príležitosti, hrozby a faktory za použ i-
tia rôznych analytických metód akou je napr. analýza SWOT či HOS2009. Výstu-
pom týchto analýz je štúdia, ktorá poskytuje údaje o uskutočniteľnosti zámeru a 
odpovede na otázky, či sa realizáciou zavedenia IS vyriešia klúčové problémy pod-
niku v danej oblasti a či dané riešenie prinesie žiadaný efekt. Na základe tejto štú-
die je potom možné zodpovedne rozhodnúť o realizácií zavedenia podnikového IS.  
Hlavné úkony v priebehu analýz technických, personálnych a riadiacich činností 
podniku sú zobrazené v tabuľke nižšie. 
 
Obrázok 5: Prehľad hlavných činností v priebehu analýzy podniku  (Zdroj: BASL, 2008) 
Pre zavedenie IS do podniku je dôležité poznať vlastné potreby a možnosti 
podniku, práve kvôli významnosti rozhodnutia o budúcom efektívnom fungovaní IS 
v podniku. Pre zachovanie hladkého priebehu projektu je dôležitý výber ľudských 
zdrojov - vedúceho projektu. Ten je zodpovedný za koordináciu znalostí a zručností 
pracovníkov podieľajúcich sa na projektových činnostiach, stanovenie postupu rie-
šení, určovanie priorít činností a koordináciu zdrojov. Projektový tím by mal byť 
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zložený z pracovníkov každej oblasti podniku, takzvaných kľúčových používateľov, 
ktorí dobre poznajú svoju oblasť a majú nad problematikou určitý nadhľad (BASL, 
2008). 
1.5.2 Výber vhodného riešenia 
V druhej etape sa vychádza z rozhodnutia podniku a na základe požiada-
viek vedenia spoločnosti, potrieb a možností spoločnosti sa vyberá vhodná varianta 
obstarania podnikového IS. Najzákladnejšie varianty riešenia sú opísané v nasledu-
júcich podkapitolách. 
1.5.2.1 Rozvoj súčasného IS  
Pri tejto variante sa využije maximum doposiaľ vynaložených investícií do 
súčasného IS, nie je však isté, či bude takto inovovaný IS splňovať nové požiadav-
ky spoločnosti (BASL, 2008). 
1.5.2.2 Vývoj nového IS na zákazku 
Táto varianta je časovo a finančne veľmi náročná, a to vďaka potrebe pres-
ného plánovania a definovania detailných potrieb podniku a požiadaviek na IS, z 
čoho plynie riziko neúspechu. Problémy môžu nastať v oblasti dlhodobého rozvoja 
IS a nutnosti oboznámiť dodávateľa IS so všetkými internými informáciami a pro-
cesmi podniku do detailu (BASL, 2008). 
1.5.2.3 Nákup hotového „krabicového“ riešenia 
Nákup hotového softwaru predstavuje pre podnik schodné riešenie z hľa-
diska nákladov oproti riešeniu na zakázku. Toto riešenie garantuje rýchlejšie zave-
denie, funkčnosť a možnosť budúceho rozvoja. Na druhej strane toto riešenie nebu-
de presne odpovedať požiadavkám podniku vzhľadom k jeho univerzálnosti. Práve 
preto ponúkajú dodávatelia tohto riešenia tzv. "customizáciu", čiže úpravy systému 
v obmedzenej miere podľa požiadaviek zákazníka. Tu platí, že nie všetkým požia-
davkám sa dá vyhovieť zo strany dodávateľa. Na obrázku nižšie uvádzam prehľad 
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činností vykonávaných pri výbere vhodného "krabicového" riešenia IS  (BASL, 
2008). 
 
Obrázok 6: Prehľad hlavných činností v priebehu výberu vhodného IS  (Zdroj: BASL, 2008) 
1.5.2.4 ASP (Application Service Providing) 
Outsourcing riešenia je jednou z možností zavedenia podnikového IS, po-
skytovateľ tu zákazníkovi IS prenajíma na diaľku. Toto je možné pomocou zabez-
pečeného internetového spojenia, kedy je systém umiestnený a spravovaný na stra-
ne poskytovateľa ASP. Pri tomto riešení sú náklady na obstaranie nízke, jedná sa o 
rýchlu cestu obstarania IS s jeho rýchlym zavedením. Nevýhodou je však vysoká 
závislosť na poskytovateľovi ASP a stave internetového pripojenia, kde pri jeho 
výpadku je IS nepoužiteľný (BASL, 2008). 
1.5.2.5 Porovnanie metód - zhrnutie 
Pri výbere riešenia je vhodné sa zamerať na čo najobjektívnejšie porovna-
nie riešení dostupných na trhu a to s ohľadom na potreby a finančné možnosti pod-
niku plynúce z prvej etapy. Je preto vhodné výber rozdeliť na dve časti - na hrubý a 
jemný výber. V tomto prípade nie je možné jednoznačne určiť najlepšie riešenie. 
Vhodnosť výberu sa líši podľa požiadaviek spoločnosti a jej možností. Výber rieše-
nia je ovplyvnený faktormi, ako napr. veľkosť a oblasť podnikania spoločnosti, 
množstvo finančných prostriedkov na obstaranie IS či cena IS.  
Nákup IS predstavuje pre podnik nielen organizačné a kapacitné, ale i f i-
nančné požiadavky. Je treba mať na vedomí, že náklady na IS budú vynaložené nie-
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len na jeho zakúpenie, ale i na jeho neustálu údržbu. Preto je cena mnohokrát zá-
kladom pre rozhodovanie o výbere nového IS. Jednorázové náklady sú spojené s 
obstaraním IS a sú nimi hlavne: 
 nákup hardware, 
 nákup software a licencií, 
 tvorba dátových rozhraní a prevod dát, 
 úpravy tlačových zostáv a formulárov, 
 doplnenie funkcionality systému, 
 úpravy podnikových procesov, 
 školenie zamestnancov - používateľov. 
 Z prevádzkových nákladov sú to najmä náklady na:  
 servisné poplatky za hardware, 
 servisné poplatky za software, 
 poradenská činnosť, 
 zabezpečenie prevádzky vlastného IT oddelenia. 
Druhá etapa končí výberom konkrétneho riešenia a uzatvorením zmluvy s 
konkrétnym dodávateľom (BASL, 2008). 
1.5.3 Stratégia nasadenia IS 
Po podpise zmluvy s dodávateľom nasleduje tretia etapa - zahájenie im-
plementácie IS dodávateľom a s tým spojené práce. V rámci implementácie sa rieši 
integrácia nového IS s ostatnými aplikáciami, ale aj prechod z pôvodného na nový 
IS. Zvolená stratégia závisí na konkrétnych podmienkach, v každom prípade však 
vznikne nutnosť prevodu dát, zmeny používaných dokladov či procesov. Každá zo 
stratégií má svoje klady, zápory i riziká, preto sa mnohokrát volí ich kombinácia 
(KOCH, ONDRÁK, 2008). Zavedenie IS by malo priniesť úžitok, ten sa líši  podľa 
skupiny používateľov IS. Majitelia spoločnosti očakavájú zhodnotenie vložených 
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investícií, manažéri úspešné riadenie podniku, zamestnanci lepšie pracovné pro-
stredie či vyšší spoločenský status a zákazníci očakávajú získanie produktu s vyš-
šou pridanou hodnotou za rovnakú cenu. Na Obrázku 7 je zhrnutie základných čin-
ností tejto etapy (BASL, 2008). 
 
Obrázok 7: Prehľad hlavných činností v etape vlastnej implementácie IS (Zdroj: BASL, 2008) 
Pri nahradzovaní pôvodného IS novým je potrebné zvoliť správnu stratégiu 
implementácie tak, aby zavedenie spôsobilo čo najmenší negatívny dopad na chod 
podniku. Podľa Kocha je možné zvoliť jednu zo štyroch možností zavedenia nové-
ho IS alebo jeho časti. Každú jednu z týchto možností opíšem v nasledujúcich pod-
kapitolách (KOCH, 2010). 
1.5.3.1 Súbežná stratégia 
Súbežná stratégia je špecifická tým, že určitú dobu bežia pôvodný i novo 
zavádzaný IS spoločne. Táto doba je závislá na spoľahlivosti nového IS. Jedná sa o 
najbezpečnejšiu variantu zavedenia IS, ktorá neohrozí chod podniku, avšak je ná-
ročná na technológie i ľudské zdroje, keďže je nutné prevádzkovať dva systémy 
naraz a tú istú prácu je nutné vykonávať v každom systéme zvlášť (KOCH, 2010). 
1.5.3.2 Pilotná stratégia 
Pri tejto stratégii je vybraná jedna organizačná jednotka či oddelenie, kde 
sa nový IS nasadí, po jeho riadnom otestovaní a vyskúšaní je naraz zavedený v celej 
organizácii. Táto stratégia je náročná na vzájomnú kompatibilitu dát a úloh oboch 
systémov. Je relatívne bezpečná (KOCH, 2010). 
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1.5.3.3 Postupná stratégia 
Jej podstatou je postupné nahradzovanie častí pôvodného IS časťami nové-
ho IS. Zavádzanie nových častí sa riadi životným cyklom služieb systému. Používa 
sa hlavne pri inovácii rozsiahlych systémov. Je bezpečná, ale veľmi pomalá, nároč-
ná na plánovanie (KOCH, 2010). 
1.5.3.4 Nárazová stratégia 
V rámci tejto stratégie sa pôvodný systém ukončí a v rovnakom okamihu je 
nahradený novým IS. Táto stratégia je náročná na prípravu, je veľmi rýchla a účin-
ná, ale riskantná, keďže nárazová výmena môže spôsobiť mnoho komplikácií 
(KOCH, 2010). 
1.5.4 Poprojektová fáza 
Poslednou, čiže štvrtou etapou zavádzania IS do podniku, je fáza prevádz-
ky a údržby IS. Produktívna prevádzka charakterizuje celý životný cyklus využíva-
nia IS. V priebehu prevádzky je nutné riadiť budúce zmeny či inovácie v rámci IS, 
je potrebné vyhodnotiť prínosy takýchto inovácií IS pre spoločnosť. Časom vznika-
jú rôzne požiadavky na funkcionalitu systému vzhľadom k rastu spoločnosti či vý-
vojom procesov, IS je nutné týmto zmenám prispôsobovať a tieto požiadavky je 
nutné riešiť. Preto by mala byť určená osoba zodpovedná za riadenie oblasti IS 
(KOCH, 2010). Na analýzu a zisťovanie požiadaviek na funkcionalitu systému sa 
používa Demingov cyklus PDCA. Je to metóda na postupné zlepšovanie kvality 
výrobkov, služieb, procesov, aplikácií či dát a prebieha na základe opakovaného 
vykonávania štyroch základných činností (Management Mania, 2013): 
 P - Plan - plánovanie uvažovaného vylepšenia (zámer). 
 D - Do - realizácia plánu. 
 C - Check - overenie výsledkov realizácie oproti pôvodnému zámeru.  
 A - Act - úpravy zámeru na základe overenia a plošná implementácia do 
praxe. 
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1.6 Riziká spojené so zavedením IS 
Účelom analýzy rizík je vyhľadanie rizík spojených s konkrétnym projek-
tom a zistenie ich dopadu ako na projekt, tak aj na spoločnosť. V rámci výstupu 
metódy hodnotenia rizík by mala byť ohodnotená ich priorita a závažnosť, návrhy  
na opatrenia, či už na odstránenie alebo zníženie dopadu rizík a určenie osôb zod-
povedných za vykonávanie týchto opatrení v rámci projektu. Postup spracovania 
analýzy rizík je nasledovný (SMEJKAL, RAIS, 2013): 
 stanovenie rizík - podľa historických a štatistických dát, pomocou brain-
stormingu projektových pracovníkov atď., 
 priradenie hodnôt pravdepodobnosti a závažnosti dopadu jednotlivých rizík 
- stupnica hodnôt z rozsahu vysoký - nízky, 
 určenie metódy riešení, 
 návrh opatrení a priradenie zodpovedných osôb.  
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2 Analýza súčasnej situácie 
Vypracovanie návrhu informačného systému na správu nehnuteľností je 
zadané spoločnosťou Dolfin AM, s. r. o. Táto časť práce sa zameriava predstavením 
spoločnosti, celkovým zhodnotením súčasného stavu v spoločnosti a jej IS. 
2.1 Predstavenie spoločnosti 
Spoločnosť bola založená 14. marca 2007, sídli v Brne a je zameraná na 
správu, predaj, kúpu a prenájom a ostatné činnosti v oblasti správy nehnuteľností a 
to v Brne a Prahe. K dnešnému dňu vlastní a spravuje spolu 25 nehnuteľností. 
2.1.1 Obecný popis 
Základné údaje o spoločnosti (Výpis z obchodního rejstříku, 2015):  
 Obchodný názov:    Dolfin AM, s.r.o. 
 Dátum zápisu:   14. marca 2007 
 Spisová značka:   C  54706 vedená u Krajského súdu v Brně 
 Sídlo:     Brno, Veveří 44, PSČ 602 00 
 Identifikačné číslo:    277 23 241 
 Daňové identifikačné číslo: CZ27723241 
 Právna forma:    spoločnosť s ručením obmedzeným 
Predmet podnikania podľa OR (Výpis z obchodního rejstříku, 2015): 
 pronájem nemovitostí, bytů a nebytových prostor bez poskytování jiných, 
než základních služeb, 
 činnost účetních poradců, vedení účetnictví, vedení daňové ev idence, 
 realitní činnost, 
 reklamní činnost a marketing, 
 správa a údržba nemovitostí, 
 zprostředkování obchodu a služeb, 
 činnost podnikatelských, finančních, organizačních a ekonomických po-
radců. 
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2.1.2 Organizačná štruktúra 
Na nasledujúcom obrázku je zobrazená organizačná štruktúra spoločnosti 
Dolfin AM, s. r. o. V spoločnosti k dnešnému dňu pracuje 6 osôb, z tohto počtu sú 
dvaja jednatelia, ktorí majú na starosti strategické a finančné riadenie spoločnosti a 
jej rozvoj, dohliadajú na operácie spoločnosti a plnenie úloh zamestnancov. Office 
manager zodpovedá za rozdelenie úloh a projektov medzi zamestnancov, ďalej je 
zodpovedný za reporting jednateľom a celkový chod kancelárie. Účtovníčka pracuje 
na mzdovej agende spoločnosti a účtovníctve. Správca budov má na starosti údržbu 
domov a bytov, technickú správu, rieši opravy a havárie na bytových domov a v 
bytoch. Administratívny pracovník zodpovedá za spracovanie dokumentov, zmlúv, 
prípravu podkladov pre rozhodovanie a styk s verejnosťou. Organizačná štrukútra 
je líniová. S podnikom spolupracuje mnoho externých osôb, ako sú znalci, stavebný 
dozor či architekti. 
 
Obrázok 8: Organizačná štruktúra (Zdroj: Vlastná tvorba) 
2.2 Firemné procesy 
V spoločnosti denne prebiehajú nižšie uvedené procesy:  
 evidencia nového nájomníka, 
 prenájom bytu nájomníkovi, 
 fyzické predanie/prevzatie bytu s nájomníkom, 
 riešenie incidentov s nájomníkom (poruchy, havárie na byte, atď.). 
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Rozbor jednotlivých procesov pomocou slovného popisu je uvedený v jed-
notlivých nasledujúcich podkapitolách. Tieto procesy sú zobrazené pomocou RACI 
matíc a EPC diagramov v prílohe. 
2.2.1 Evidencia nového nájomníka 
Evidencia nájomníka prebieha za osobnej účasti budúceho nájomníka 
v kancelárii spoločnosti, a to na základe predošlého zjednania si tejto osobnej náv-
števy, väčšinou telefonicky. Nájomník podpisuje prehlásenie o súhlase so spraco-
vaním osobných údajov. Administratívny pracovník za účasti nájomníka zadá osob-
né údaje najskôr do tlačového formulára, tieto údaje potom zadá do databázy ná-
jomníkov čakajúcich na byt. Pred uložením dát do databázy prebehne kontrola 
správnosti dát, ich kompletnosť a zmysluplnosť, overia sa duplicity a údaje sa ulo-
žia. Pri odstránení záznamu nájomníka v databáze sa jeho záznam deaktivuje, zá-
znam ostane v databáze, k vymazaniu dát nedôjde. EPC diagram tohto procesu je 
možné nájsť v Prílohe 1.  
RACI matica Nájomník 
/ osoba 
Administratívny 
pracovník 
Vedenie 
spoločnosti 
Evidencia nového nájomníka 
P
o
p
is
 a
k
ti
v
it
y
 
Dojednanie si osobnej schôdzky s 
nájomníkom C, I R, A   
Príchod nájomníka do kancelárie R, A I   
Podpis súhlasu so spracovaním 
osobných údajov nájomníka R, A I   
Poskytnutie osobných údajov od 
nájomníka R, A C, I   
Vloženie údajov nájomníka do IS I R, A   
Kontrola správnosti údajov ná-
jomníka v IS C R, A   
Potvrdenie správnosti údajov v IS   R, A   
Tabuľka 1: RACI matica - Evidencia nového nájomníka (Zdroj: Vlastná tvorba) 
2.2.2  Prenájom bytu nájomníkovi 
Tento úkon spracováva administratívny pracovník. Nájomník sa dostaví do 
kancelárie spoločnosti a informácie o nájomníkovi sa buď dohľadajú v databáze 
alebo sa vytvorí nový záznam o nájomníkovi. V databáze konkrétneho domu sa ná-
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jde záznam o konkrétnom byte a k tomuto bytu sa priradí údaj o nájomníkovi, po 
potvrdení údajov a zavedení dát je možné vytvoriť nájomnú zmluvu, priradiť jej 
evidenčné číslo a záznam uložiť. V tejto fáze dochádza k duplicitám, keďže pre 
každý dom existuje samostatná databáza. Vedenie spoločnosti schvaluje a podpisuje 
nájomné zmluvy. Následne na to nájomník skladá prvý nájom a vratnú kauciu za 
byt v hotovosti a podpisuje nájomné zmluvy. Vtedy sa ku konkrétnemu bytu 
v databáze priradí informácia o jeho obsadenosti konkrétnym nájomníkom. Nasle-
duje dohoda na termíne fyzického predania bytu s nájomníkom. Vo väčšine prípa-
dov prebehne podpis zmluvy nájomníkom a zloženie kaucie a nájmu priamo pri 
fyzickom predaní bytu nájomníkovi. Všetky údaje sa zkontrolujú a uložia do IS. 
EPC diagram tohto procesu je možné nájsť v Prílohe 2. 
RACI matica Nájomník 
/ osoba 
Administratívny 
pracovník 
Vedenie 
spoločnosti 
Prenájom bytu nájomníkovi 
 P
o
p
is
 a
k
ti
v
it
y
 
Identifikácia/Registrácia nájomníka C R, A   
Výber bytu R, A C   
Vytvorenie nájomnej zmluvy s unikát-
nym evidenčným číslom pre konkrétny 
byt, doplnenie údajov 
C R, A   
Kontrola správnosti údajov nájomníka 
v IS C R, A   
Uloženie údajov v IS   R, A   
Schválenie a podpis nájomnej zmluvy 
vedením spoločnosti   I R, A 
Podpis nájomnej zmluvy nájomníkom R, A C, I   
Zloženie prvého nájmu a kaucie ná-
jomníkom v hotovosti R, A I   
Príjem hotovosti do hotovostnej po-
kladne 
  R, A I 
Dohoda na termíne fyzického predania 
bytu nájomníkovi C, I R, A   
Dokončenie prenájmu bytu nájomní-
kovi, uloženie údajov do IS I R, A I 
Tabuľka 2: RACI matica - Prenájom bytu nájomníkovi (Zdroj: Vlastná tvorba) 
2.2.3 Fyzické predanie/prevzatie bytu s nájomníkom 
Po zavedení záznamu o prenájme bytu konkrétnemu nájomníkovi a podpise 
nájomnej zmluvy nájomníkom je možné podľa údajov z databázy vytvoriť predáva-
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cí protokol k bytu. Po podpise zmluvy sa s nájomníkom dohodne osobná schôdzka 
na byte. Byt sa pri fyzickej návšteve skontroluje a vyhotoví sa fotodokumentácia 
stavu bytu. Vypíše sa predávací protokol, vyplnia sa prípadné údaje o závadách na 
byte. Po podpise predávacieho protokolu a fyzickom predaní bytu sa údaje 
z predávacieho protokolu zavedú do databázy. Prípadné závady sa zapisujú ako in-
cidenty, ktoré sú opísané nižšie. K záznamu o byte sa priradí informácia o jeho fy-
zickom predaní nájomníkovi, transakcia prenájmu je takto ukončená.  EPC diagram 
tohto procesu je možné nájsť v Prílohe 3. 
RACI matica 
Nájomník 
/ osoba 
Administratívny 
pracovník 
Vedenie 
spoločnosti Predanie/prevzatie bytu s nájomní-
kom 
P
o
p
is
 a
k
ti
v
it
y
  
Identifikácia nájomníka a jemu 
prenajatého bytu C R, A   
Overenie existencie záznamu o 
termíne predania/prevzatia bytu s 
nájomníkom/Dohoda na termíne 
fyzického predania bytu nájomní-
kovi 
C, I R, A   
Vytvorenie predávacieho protoko-
lu 
  R, A   
Osobné stretnutie s nájomníkom 
na byte na základe vopred do-
hodnutej schôdzky 
R R, A   
Fyzická kontrola bytu a zistenie 
závad 
R, A C, I   
Spísanie prípadných závad do 
predávacieho protokolu C, I R, A   
Vyhotovenie fotodokumentácie 
stavu bytu 
I R, A   
Vyplnenie predávacieho protoko-
lu a jeho podpísanie zamestnan-
com 
C, I R, A   
Predanie bytu nájomníko-
vi/Prevzatie bytu od nájomníka, 
podpis predávacieho protokolu 
R, A C, I   
Zápis údajov z predávacieho 
protokolu do IS a prípadných 
závad na byte do databáze inci-
dentov 
  R, A I 
Kontrola správnosti údajov v IS C, I R, A   
Uloženie údajov v IS   R, A   
Tabuľka 3: RACI matica - Predanie/Prevzatie bytu s nájomníkom (Zdroj: Vlastná tvorba) 
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2.2.4 Riešenie incidentu s nájomníkom/osobou 
Nájomník či osoba kontaktuje spoločnosť buď telefonicky, osobne alebo 
emailom. Za incident môže byť považované akékoľvek hlásenie od nájomníka alebo 
od externých osôb. Sú nimi buď havárie, žiadosti o opravu či o dokumenty rôzneho 
charakteru. Incidenty súvisiace s externými osobami sú väčšinou úradného charak-
teru, napr. doloženie dokumentácie úradom či jednanie s majiteľmi susedných ne-
hnuteľností. V tomto procese budem v rámci zachovania prehľadnosti používať 
jednotné označenie osoba. Požiadavka osoby sa vloží do databázy, ohodnotí sa pri-
orita, údaje o incidente, pridelí sa riešiteľ problému, navrhne sa riešenie, ktoré ve-
denie spoločnosti schváli, po schválení návrhu riešenia riešiteľ samotný incident 
rieši. K incidentu je možné po dobu jeho riešenia pridávať komentáre  či prílohy, 
ktoré dokumentujú postup riešenia, alebo definujú zmeny v postupe riešenia . Po 
jeho vyriešení sa zavedú do databázy informácie o priebehu incidentu v podobe 
komentára, dátumy vyriešenia a ukončenia incidentu. Osobe je poskytnutá informá-
cia o vyriešení incidentu a vloží sa údaj o riešení incidentu. Incident je potom pova-
žovaný za vyriešený. RACI maticu a EPC diagram tohto procesu je možné nájsť v 
Prílohe 4. 
RACI matica 
Nájomník 
/ osoba 
Administratívny 
pracovník 
Vedenie 
spoločnosti 
Riešiteľ 
incidentu Riešenie incidentu s osobou 
P
o
p
is
 a
k
ti
v
it
y
 
Identifikácia osoby/Registrácia osoby C R, A     
Zápis údajov o incidentu do databáze C R, A     
Overenie správnosti údajov C R, A     
Priradenie riešiteľa incidentu   A  R, C I 
Návrh postupu riešenia incidentu     I R, A 
Schválenie postupu riešenia vedením     R, A I 
Vyriešenie incidentu I     R, A 
Zápis ukončeného incidentu do IS   R, A     
Tabuľka 4: RACI matica - Riešenie incidentu s osobou (Zdroj: Vlastná tvorba) 
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2.3 Analýza 7S 
Analýza 7S je základnou analýzou, ktorá poskytuje detailný pohľad na rôz-
ne faktory podnikania spoločnosti. Popis jednotlivých faktorov je uvedený v samo-
statných kapitolách nižšie. 
2.3.1 Stratégia (Strategy) 
Dlhodobým zámerom spoločnosti je udržať si platbyschopných nájomníkov 
a udržať hladinu nákladov na prevádzku bytových domov na minimálnej úrovni a to 
najmä vďaka ponuke rekonštruovaných bytov a domov na prenájom. Stratégiou 
spoločnosti je udržať spokojnosť nájomníkov na čo najvyššej úrovni a tým si udržať 
stabilné portfólio platiacich nájomníkov. Samozrejmosťou je, že stratégia je v súla-
de s firemnými cieľmi. 
2.3.2 Štýl riadenia (Style) 
Rozhodovanie o spoločnosti je výhradne v rukách jednateľov, týždenne sa 
konajú porady s cieľom stanovenia ďalších úloh pre manažéra kancelárie a ich pre-
rozdelenie konkrétnym pracovníkom, zamestnanci vyjadrujú svoj postoj a názor a 
jednatelia tieto názory zvažujú, ale rozhodnutie je v ich kompetencii, môžeme ho-
voriť o konzultatívnom systéme riadenia. 
2.3.3 Štruktúra (Structure) 
Organizačná štruktúra je strmá, čiže líniová štruktúra, hlavné úlohy udelujú 
jednatelia manažérovi kancelárie a ten úlohy a kompetencie prerozdeľuje ďalej pod-
riadeným zamestnancom alebo spolupracujúcim osobám. Vedenie spoločnosti je 
jednotné a sústredené v rukách jednateľov. 
2.3.4 Systémy (Systems) 
Na komunikáciu je prevažne využívaná emailová komunikácia, mobilné te-
lefóny a zjednodušený informačný systém - rozsiahla databáza tabuliek v programe 
46 
 
MS Excel, ktorá je zdieľaná medzi všetkými elektronickými i mobilnými zariade-
niami v spoločnosti pomocou cloudovej služby Dropbox, tu sú taktiež uložené všet-
ky dáta a súbory spoločnosti, k týmto majú prístup všetci zamestnanci pomocou 
svojich používateľských účtov. Väčšina informácií je zdieľaná naprieč podnikom, 
zamestnanci medzi sebou zdieľajú poznatky na týždenných poradách.  
2.3.5 Spolupracovníci (Staff) 
Motivácia k výkonom je pre všetkých zamestnancov dôležitá, finančné 
ohodnotenie je na nadpriemernej úrovni, i keď má vedenie medzery v zdieľaní vízie 
a cieľov podnikania, zamestnanci sa nemôžu rozhodovaním podielať na vedení spo-
ločnosti a niekedy chýba spätná väzba od jednateľov k zamestnancom pri vykoná-
vaní a splnení úloh. Vzťahy v spoločnosti sú na všetkých úrovniach viacmenej pria-
teľské. Zamestnanci sú lojálni. 
2.3.6 Zdieľané hodnoty (Shared values) 
Medzi vedením a zamestnancami niekedy chýba spätná väzba na vykonanú 
prácu a pri riešení úloh si zamestnanci musia pomáhať navzájom, informácie teda 
nie sú úplne zdieľané, čo v niektorých prípadoch komplikuje výkon úloh, vzhľadom 
k nemožnosti konzultácie prevedených činností a postupu práce s vedením spoloč-
nosti v krátkom časovom rozmedzí – vykonanie niektorých úloh je nutné odložiť 
dovtedy, kým nie sú skonzultované s vedením, čo niekedy trvá i pár dní. 
2.3.7 Schopnosti (Skills) 
 Zamestnanci sú školení na výkon svojich povinností, alebo sú odborníkmi 
z praxe, všetci majú vysokoškolské vzdelanie. Zlepšovanie schopností a zručností 
prebieha u zamestnancov v podobe samoštúdia alebo samovzdelávania, vedenie sa 
nijako nepodieľa na vzdelávaní zamestnancov, zamestnanci sú i tak veľmi flexibilní 
vo výkone svojich povinností a schopní vykonať pridelené úlohy, činnosti vykoná-
vané zamestnancami sú na odbornej úrovni. 
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2.4 SWOT analýza spoločnosti 
Za pomoci znalostí podniku, konzultácie s vedením spoločnosti a pred-
chodzej analýzy som zpracoval SWOT analýzu pomocou slovného popisu. Výsled-
ky analýzy SWOT je nutné brať v ohľad pri spracovaní informačnej stratégie i cel-
kovej stratégie spoločnosti a to tak, aby sa splnili ciele spoločnosti. 
2.4.1 Silné stránky 
Silnými stránkami spoločnosti je schopné a skúsené vedenie, lojálni a pro-
fesionálni zamestnanci a stabilné finančné zázemie. Spoločnosť má profesionálných 
partnerov v každom súvisiacom odbore podnikania. Znalosť legislatívy a potrieb 
svojich zákazníkov - nájomníkov i kupcov, stavajú spoločnosť na stabilnú pozíciu. 
Spoločnosť vo svojom odbore podniká už vyše 7 rokov a za túto dobu si vybudova-
la silné portfólio nehnuteľností, ktoré jej zaisťujú stabilný príjem. 
2.4.2 Slabé stránky 
Medzi slabé stránky patrí slabý marketing a reklama, i keď má spoločnosť 
stabilné portfólio nájomníkov, slabá reklama znemožnuje prílev nových nájomní-
kov do neobsadených bytov. Ďalšou slabou stránkou je absencia odozvy vedenia k 
zamestnancom ohľadom pracovných úloh a hodnotenia výkonov, zdieľanie infor-
mácií je neefektívne, i keď existujú firemné smernice a normy, povedomie zames t-
nancov o týchto normách je slabé. Slabou stránkou je i absencia komplexného in-
formačného systému, ktorý by dokázal spravovať informácie o pracovných úlohách, 
správe nehnuteľností a všetky tieto informácie prehľadne zobrazovať vedeniu spo-
ločnosti v podobe reportov. Súčasný IS obsahuje mnoho duplicitných záznamov, 
nekvalitných dát a preto je neperspektívne využívať ho v rovnakej podobe naďalej. 
2.4.3 Príležitosti 
Príležitosťou je využívanie eurofondov na revitalizáciu budov, ďalej sú to 
noví odberatelia v odbore opráv a rekonštrukcií bytov a nehnuteľností, rozšírenie 
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svojich aktivít do iných miest je taktiež príležitosťou. Netreba zabudnúť na nepre-
berné množstvo investičných príležitostí do starých nehnuteľností vhodných na re-
konštrukciu a zhodnotenie investície. Ďalej je to využitie nových informačných 
technológií zlepšujúcich správu a prevádzku nehnuteľností, tým je myslené naprí-
klad vytvorenie sofistikovaného IS s možnosťou vzdialeného prístupu k dátam a 
možnosť zobrazovať informácie z IS rýchlo a prehľadne. Netreba zabudnúť na op-
timalizáciu procesov, ich formálny zápis a vytvorenie prepracovaných firemných 
noriem, pravidiel a stanovenie procesu na dozor nad ich dodržiavaním. 
2.4.4 Hrozby 
Z interného hľadiska môže byť potenciálnou hrozbou odchod kľúčových 
zamestnancov a tým pádom odliv skúseností a know-how. Hrozbu vidím i v zlyhaní 
technického či softwarového vybavenia spoločnosti, čo môže mať dopad na každo-
denný chod kancelárie. Taktiež nedostatočné technické vybavenie a absencia kom-
plexného riešenia IS môže spôsobiť stratu dát či nemožnosť tieto dáta ďalej rozum-
ne spracovávať. 
Z vonkajšieho hľadiska sú tu potom hrozby zníženia príjmov a to ako z dô-
vodu poklesu hladiny nájomného, tak i z dôvodu zhoršenia platobnej schopnosti 
nájomníkov, keďže je tržba z nájomného jedným z hlavných príjmov spoločnosti, 
ich zníženie by mohlo mať nepriaznivý dopad na fungovanie spoločnosti, konkrétne 
na jej platobnú schopnosť. 
2.5 Súčasný stav IS 
V podkapitole 2.3.4 Systémy (Systems) som už naznačil, že informačný sys-
tém spoločnosti pozostáva z rozsiahlych tabuliek v aplikácii MS Excel. Pre každý 
nájomný dom existuje samostatný súbor, na jednotlivých listoch tohto súboru sa 
nachádzajú dáta rôzneho charakteru, sú to napr. dáta o nájomníkoch, o jednotlivých 
bytoch, platbách nájomníkov, vyúčtovaní služieb a iné. Tieto tabuľky obsahujú 
mnoho duplicít a dáta v nich nie sú vždy udržiavané v požadovanej štruktúre. Na 
sledovanie aktuálnych incidentov je vedená samostatná tabuľka. Existujú taktiež 
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rôzne tabuľky obsahujúce informácie o nájomníkoch, dodávateľoch, ako napríklad 
zoznam telefónnych čísel či zoznam rodín či osôb žiadajúcich o byt na prenájom. 
Dáta sú takýmto spôsobom poukladané na rôznych miestach, v nejednotnom formá-
te, s mnohými chybami a duplicitami. Nie je tak možné tieto dáta centrálne zhro-
maždiť a získať z nich presné a korektné informácie rýchlo a efektívne. 
Súčasný stav bude nutné komplexne zhodnotiť, bez tohto kroku nebude 
možné správne zostaviť informačnú stratégiu a naplánovať tak ďalšie kroky smeru-
júce k rozvoju spoločnosti a vývoju technického či sofwarového zázemia spoloč-
nosti. Preto som sa rozhodol na IS aplikovať analytickú metódu HOS2009, pomo-
cou ktorej budem vyššie uvedený IS analyzovať do detailu.  
2.6 Analýza HOS2009 
V nasledujúcich kapitolách sa zameriam na komplexnú analýzu spoločnosti 
pomocou metódy HOS2009, ktorú som si po zvážení zvolil za hlavnú metódu ce l-
kového zhodnotenia stavu IS spoločnosti. 
2.6.1 Hardware  
Kancelária spoločnosti je vybavená tromi pracovnými stanicami plne pos-
tačujúcimi pre každodennú kancelársku činnosť, tieto stolné počítače sú vybavené 
dvojjadrovým procesorom Intel s integrovaným grafickým čipom a harddiskom o 
veľkosti 100-500GB. Dva monitory sú o veľkosti 17 palcov, patria k PC účtovníčky 
a administratívneho pracovníka, a jeden o veľkosti 21 palcov, ktorý užíva Office 
manager. Tieto pracovné stanice sú plne postačujúce a ich výmena sa neplánuje. 
Majitelia spoločnosti používajú notebooky značky Apple. 
Každý stolný počítač má svoju vlastnú tlačiareň, účtovníčka používa lase-
rovú farebnú tlačiareň EPSON Aculaser C1100, administratívny pracovník používa 
multifunkčné farebné laserové zariadenie nižšej triedy HP LaserJet Pro M1217nfw, 
Office manager používa na tlač dokumentov a skenovanie multifunkčné čiernobiele 
laserové zariadenie HP LJ 3090 mfp. Všetky naskenované dokumenty sa automa-
ticky ukladajú do vyhradenej zložky na Dropboxe, odtiaľ sa dokumetny zatrieďujú 
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do prináležiacich zložiek. V kancelárii je tiež jedno skartovacie zariadenie pre zne-
hodnotenie citlivých údajov na vytlačených dokumentoch. 
V kancelárii je zavedená bezdrôtová sieť wifi, router je vybavený firewal-
lom a sieť je zabezpečená heslom so šifrovaním WPA2-PSK, je nastavený rozsah 
jej vysielania na rozmer kancelárie, heslo sa mení raz za rok, zabezpečenie ani ino-
vácie v sieťovej komunikácii však nie sú vôbec plánovené ani riešené. 
V kancelárii je zavedená pevná linka s bezdrôtovou stanicou, tento telefón 
slúži najmä na komunikáciu s nájomníkmi a používa ho účtovníčka a administratív-
ny pracovník. Office manager používa mobilný telefón Apple Iphone 3G, pomocou 
neho má prístup k emailovej pošte a k dátam uloženým na Dropboxe, keďže väčš i-
nou pracuje v teréne. Majitelia spoločnosti používajú viacero smartfónov rôznych 
značiek, taktiež majú na týchto zariadeniach prístup k emailom a dátam na Dropbo-
xe. 
Technické vybavenie je v kancelárii chránené bezpečnostným zámkom, 
dvere sú zvonku bez kľučky s guľou, kovanie je bezpečnostné, v dobe neprítomnos-
ti zamestnancov sa zamyká. Kľúč majú všetci zamestnanci a vedenie. Jeho kopíro-
vanie je obmedzené na preukázanie sa bezpečnostnou kartou ku kľúču, tá je uzam-
knutá v skrini s kľúčami v kancelárií, kľúče od nej  má Office manager. Budova, v 
ktorej sa kancelária nachádza, je zabezpečná protipožiarnymi hlásičmi a je napojená 
na pult centrálnej ochrany, v dobe neprítomnosti obsluhy na recepcii, teda mimo 
pracovnej doby, je budova uzamknutá a vchodové dvere sú zabezpečené alarmom, 
prístup je možný iba s bezpečnostným kľúčom a biometrickým overením odtlačku 
prstu, do budovy tak majú prístup iba oprávnené osoby, ostatní sa musia zapísať na 
recepcii. Počítače v kancelárii sú zabezpečené užívateľskými účtami s heslom. 
Investície do hardwaru sú nárazové, podľa potreby, a dopredu sa neplánujú. 
Nie je tak vytvorený žiadny plán týchto investícií, opravy hardwaru zabezpečuje 
externý dodávateľ týchto služieb, väčšinou do 1-3 dní. Poruchovosť HW je však 
minimálna. Ak sa vyskytne potreba investíce do HW, rozhoduje sa o nej ako o kaž-
dej inej investícii, zhodnotia sa všetky možné dostupné riešenia a vyhodnotí sa ich 
rentabilita, rozhoduje sa na základe ceny a veľkosti prínosu konkrétneho riešenia. 
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2.6.2 Software  
Na všetkých troch stolných počítačoch je nainštalovaný operačný systém 
MS Windows 7 Professional v 32bitovej verzii a českej lokalizácii. Balík kancelá r-
skych aplikácií pozostáva z MS Office 2010 Professional, kde sú najpoužívanejšími 
aplikáciami MS Word a Excel, pre emailovú komunikáciu je využívaný MS Out-
look. Ďalej sa používa účtovnický software Pohoda, aplikácia na správu dát na clo-
udovom úložisku Dropbox. IS spoločnosti pozostáva z tabuliek vo formáte .xlsx, 
tieto sú vytvorené majiteľmi spoločnosti a zaznamenávajú sa do neho všetky dáta a 
informácie potrebné pre každodenný chod spoločnosti. Finančné informácie o plat-
bách nájomného z internetového bankovníctva sa importujú do účtovníckeho sys-
tému Pohoda, vďaka nekompatibilite a nemožnosti importu týchto dát priamo do IS 
je nutné všetky tieto finančné informácie o platbách zadávať do IS ručne, platbu za 
platbou. Tento proces nie je automatizovaný a často pri ňom dochádza k chybám, 
najmä ak platby nájomného prichádzajú neskôr a tak sa stane, že sú zatriedené v 
inom mesiaci než za ktorý bola platba uhradená. Variabilný symbol platby sa vzťa-
huje k bytu a bohužial neexistuje identifikácia platby podľa mesiaca. Chýbajúce 
platby sa tak musia zložito dohľadávať v bankových výpisoch vyhľadávaním vše t-
kých platieb s rovnakým variabilným symbolom a súčtom týchto platieb a násled-
ným porovnaním s pohľadávkami voči nájomníkovi. Tento proces je zdĺhavý a ne-
má žiadnu aplikačnú podporu. 
2.6.3 Orgware  
Zamestnanci majú na pridelených počítačoch zriadené svoje používateľské 
účty, o ich správu sa stará externý technik alebo vedenie spoločnosti, na ich podnet 
sa účty aktivujú, obnovujú či rušia. Do IS každý pristupuje svojvoľne  pomocou 
svojeho užívateľského účtu na zdieľanom dátovom úložisku v cloudovej službe 
Dropbox, keďže je IS zložený zo súborov dát vo formáte .xlsx, určité obmedzenie 
je i v prístupe viacerých užívateľov k jednému súboru v rovnakom čase - v tom 
momente sú v Dropboxe vytvorené dva súbory dokumentujúce rozdielne zmeny 
prevedené dvoma užívateľmi na rovnakom súbore, dochádza tak k duplicitám a in-
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konzistencii dát, je však možné sledovať zmeny na súbore až k jeho pôvodnej ver-
zii. 
Organizácia má vypracované smernice a pravidlá pre chod kancelárie, 
BOZP, ale nie sú spracované do detailu, prevádzka a používanie IS/ICT je v nich 
spomenutá iba okrajovo a tejto oblasti nie je venovaná väčšia pozornosť. Postupy a 
pravidlá na používanie IS sú zamestnancom predávané ústne vedením firmy. Zna-
losti pracovníkov nie sú nijak zdieľané a tento proces je vo vlastnej réžii každého z 
pracovníkov, pri riešení zložitejších úloh si zamestnanci vymieňajú znalosti, ale 
tieto procesy a postupy práce alebo činností nie sú nijak zdokumentované. Pri pre-
beraní pracovnej funkcie si zamestnanec osvojuje procesy a postupy sám, väčšinu 
informácií získava od kolegov či vedenia firmy v podobe ústneho podania. Takéto 
osvojovanie znalostí trvá približne mesiac až dva. Dá sa tu hovoriť o postupnom 
získavaní znalostí z dennej praxe. Náplň pracovnej činnosti zamestnanca je daná 
vedením spoločnosti a v čase sa mení podľa požiadaviek a nárokov vedenia či pod-
ľa potreby plnenia úloh. Pravidlá eskalácie či delegácie zodpovedností a právomocí 
nie sú písomne zdokumentované, všetko sa rieši za chodu a konzultáciou s vedením 
firmy. 
Informačná stratégia neexistuje, na správu technického zázemia firmy sa 
najíma externá spoločnosť, ktorá zasahuje v prípade potreby, na závažné incidenty 
a havárie je zväčša doba odozvy do 24 hodín, bežné incidenty sa snažia zamestnan-
ci vyriešiť interne a pokiaľ to nie je v ich moci, rieši ich taktiež externá spoločnosť, 
kde môže byť doba odozvy v rozmedzí 1 až 5 pracovných dní. Priemerne sa však vo 
firme vyskytuje 1 závažný incident mesačne. Ostatné incidenty sú riešitelné interne 
bez pomoci externej spoločnosti. Takúto externú spoločnosť na správu chodu tech-
nického zázemia a IS spoločnosti môžeme nazvať "Informačným centrom". 
2.6.4 Peopleware  
Systém pravidelného školenia nie je vo firme zavedený, každý zamestnanec 
dostane pri nástupe do funkcie ústne školenia od vedenia spoločnosti, toto školenie 
sa týka procesov, prácou v IS či pracovných postupoch a zväčša sú to len základy. 
Zamestnanec sa detaily dozvedá z praxe či samoštúdiom alebo si pracovné postupy 
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vytvorí sám. Nie je zavedený proces kontroly týchto postupov či pravidiel. Priebež-
né školenia taktiež poskytuje priamo vedenie spoločnosti.  
V prípade zmeny štruktúry IS či procesov a postupov sú tieto zmeny avizo-
vané vedením spoločnosti a školenie poskytnuté zamestnancom v ústnej podobe. 
Školenie zamestnancov spočíva v ich vlastnej zvedavosti a samoštúdiu, poprípade 
konzultácii s "Informačným centrom" či s vedením spoločnosti. 
2.6.5 Dataware  
Firma vlastní zdieľaný dátový priestor na cloudovom úložisku Dropbox, 
ten slúži na uchovávanie dát spoločnosti, na tomto úložisku sa nachádzajú súbory 
IS, zálohy i informácie o účtovníctve spoločnosti a zároveň sú niektoré dáta ulože-
né na osobných počítačoch zamestnancov. Ukladanie dát je tak riešené outsour-
cingom. Existujú pravidlá pre uchovávanie súborov pod určitou zložkovou štruktú-
rou, nakoľko tieto dáta ukladajú všetci užívatelia naraz , nie je možné tieto dáta 
uchovávať v konzistentnom stave a preto dochádza k duplicitám i k zlému zatriede-
niu súborov, čo uberá na vypovedajúcej schopnosti týchto dát. Bezpečnosť dát nie 
je nijak zvlášť riešená a celý obsah Dropboxu sa raz týždenne zálohuje na externý 
disk, ktorý je po vykonaní zálohy dát uchovaný v trezore vedenia spoločnosti.  
K sledovaniu a riadeniu projektov a úloh sa používa jednoduchý zdieľaný 
"tracking sheet" v formáte .xlsx, v ktorom sa nachádzajú záznamy o aktuálnych, 
požadovaných a splnených úlohách či projektoch, často sa v ňom vyskytujú chyby, 
neúplné dáta či duplicity. Prístup k tomuto dokumentu majú všetci zamestnanci i 
vedenie spoločnosti. Pre rôzne oblasti úloh existujú v tomto dokumente samostatné 
záložky, toto slúži na lepšie roztriedenie úloh. Dokument je i tak v mnohých ohľa-
doch ťažkopádny a neprehľadný. Niektoré úlohy a povinnosti si zamestnanci odde-
lene sledujú v papierovej podobe denníka či poznámkových záznamoch pre svoje 
vlastné účely. Tieto informácie sa v mnohých prípadoch do zdieľaného "tracking 
sheet"-u nedostanú čo značne obmedzuje aktuálnosť dát či ďalšie rozhodovanie.  
Na komunikáciu slúžia emaily a telefón. Väčšina úloh je tak zadávaná ve-
dením ústne či emailom, a následne Office managerom delegovaná na podriadených 
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zamestnancov, môže sa tak stať, že niektoré úlohy nevyžadujú ich zavedenie do 
"tracking sheetu"-u vzhľadom k ich jednoduchosti a dĺžke riešenia, keďže sa vyrie-
šia hneď. 
Na predávanie či zdielanie dokumentov slúžia email alebo sú použité v tla-
čovej podobe, sú rôzne menené, kopírované a distribuované. Je preto ťažké sledo-
vať aktuálnu verziu dokumentu, ale vo väčšine prípadov je za jeden dokument zod-
povedná jedna osoba a tá drží prehľad nad týmto jedným dokumentom . Napriek 
tomu dochádza k neefektivite zdrojov. 
2.6.6 Customers  
Spoločnosť sa zaoberá správou, predajom a prenájmom budov, bytov či 
nebytových priestorov v Brne a Prahe.  
Z obchodného hľadiska, na strane jednej, sú zákazníkmi spoločnosti ná-
jomníci, majitelia bytov či budov i kupci nehnuteľností. Nájomníci majú na osobný 
kontakt vyhradené úradné hodiny, kedy je možné s čímkoľvek navštíviť kanceláriu 
spoločnosti osobne, informácia o týchto časoch a dňoch je vyvesená vo vstupnej 
chodbe každej spravovanej budovy. Ostatní zákazníci navštevujú kanceláriu spo-
ločnosti na základe individuálnej dohody, buď telefonickej či po dohode cez email.  
Zákazníkmi IS, z vnútropodnikového pohľadu na strane druhej, sú takisto 
nájomníci i majitelia bytov, pre ktorých sú informácie z IS dôležité z hľadiska už í-
vania ich prenajatého či vlastneného majetku, ale takisto sú zákazníkmi IS i majite-
lia spoločnosti, pre ktorých sú dôležité reporty a rôzne finančné výstupy či prehľa-
dy potrebné pre plánovanie a rozhodovanie, a zároveň sú zákazníkmi  IS i zamest-
nanci spoločnosti, pre ktorých slúžia výstupy IS pre každodenné plnenie pracových 
úloh a činností. 
IS poskytuje zákazníkom relevantné informácie v zrozumiteľnej podobe, 
efektivita ich získavania z IS je však podpriemerná a to vďaka duplicitám a nie 
vždy konzistentne usporiadaným súborom a dátam. Je to vďaka tomu, že pre každý 
bytový dom existuje samostatný databázový súbor vo formáte .xlsx, a tak môžu byť 
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údaje o niektorých nájomníkoch či skutočnostiach uvedené na viacerých miestach 
súčasne. 
2.6.7 Suppliers  
Dodávateľskú zložku spoločnosti tvoria z obchodného hľadiska externé 
firmy poskytujúce služby v oblasti opráv, rekonštrukcií a údržby nehnuteľností, 
firmy poskytujúce projekčnú činnosť, finančné inštitúcie či firmy dodávajúce spo-
trebný materiál alebo poskytujúce služby v oblasti upratovania nehnuteľností či 
vymáhania pohľadávok. Takisto k dodávateľom patria i firmy zabezpečujúce chod a 
údržbu technického vybavenia a IS spoločnosti. Vo väčšine prípadov sa jedná o 
dlhodobých obchodných partnerov. Komunikácia prebieha ako osobne tak i za po-
moci emailov či telefonicky. 
Z vnútropodnikového hľadiska sú dodávateľmi IS spoločnosti nájomníci, 
majitelia bytov i kupci nehnuteľností poskytujúci spoločnosti informácie súviace s 
nehnuteľnosťami spoločnosti. Jedná sa hlavne o informácie o stave meračov energií 
potrebné pre vyúčtovania energií, informácie o potrebe opráv, rôzne incidenty, a 
iné. Tieto informácie sú zaznamenávané zamestnancami spoločnosti v listinnej po-
dobne na príslušné interné formuláre a takisto sa tieto zavádzajú do IS a to čo naj-
podrobnejšie a najpresnejšie. Kladie sa dôraz na kvalitu spracovávaných informácií 
a ich dostatočnú kvantitu. Proces spracovania a uchovávania týchto informácií vy-
konávajú všetci zamestnanci a aj keď sú pravidlá zatrieďovania informácií a dát 
jasne a zrozumiteľne zadané, nie vždy sa dá hovoriť o konzistentných dátach v IS.  
2.6.8 Security  
Vnútropodnikové smernice pre optimálny chod IS sú spracované iba veľmi 
povrchne, neexistuje proces na dohľad nad ich dodržiavaním. Neexistuje žiadna 
smernica na zaobchádzanie s dátami či ich nosičmi. 
Ako som už písal vyššie, kancelária spoločnosti je chránená bezpečnost-
ným zámkom s bezpečnostným kovaním, dvere sú zvonku bez kľučky s guľou a v 
dobe neprítomnosti zamestnancov sa zamyká. Kľúč je chránený proti nechcenému 
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kopírovaniu bezpečnostnou kartou bezpečne uzamknutou samostane. Okná sú plas-
tové, kancelária je v 3. nadzemnom podlaží, prístup cez okná je teda značne sťaže-
ný. 
Počítače sú zabezpečené užívateľskými účtami s heslom na vstup do ope-
račného systému. Dáta na zdieľanom úložisku Dropbox sú šifrované metódou AES 
s 256-bitovým šifrovaním, prenos dát je chránený 128-bitovým šifrovaním, dáta sú 
zálohované s ochranou proti vymazaniu a obnova je možná i do stavu 30 dní spätne 
(Dropbox, 2014).  Prístup k dátam je viazaný na užívateľský účet, ktorého je každý 
zamestnanec i vedenie vlastníkom. Týmto spôsobom je riadený i prístup k dátam. 
Zmeny na súbore je teda možné sledovať i spätne k pôvodnej verzii súboru.  Ako 
som už spomenul v kapitole 2.6.5 Dataware dáta sú taktiež zálohované na externý 
disk, ktorý býva po zálohe dát uložený v trezore. 
Dáta sú prenášané pomocou bezdrátovej komunikácie, v kancelárií je zave-
daná sieť wifi, chránená heslom so šifrovaním WPA2-PSK, firewall je zabudovaný 
v routeri. Existuje však určité riziko útoku na takúto bezdrôtovú sieť. 
2.6.9 Management  
Keďže majitelia spoločnosti sú zároveň vedením spoločnosti i  obecným 
managementom, ich prehľad o prebiehajúcich procesoch a projektoch je na vysokej 
úrovni. Ich povedomie o každodennej činnosti zamestnancov v kancelárii je na rov-
nakej úrovni. Tieto informácie sa k nim dostanú prostredníctvom emailovej komu-
nikácie, telefonátmi či osobným stretnutím, sprostredkovaním súhrnných informácií 
na meetingoch a za pomoci denných reportov od Office managera. Úlohy, projekty 
a incidenty sa zapisú, ako som už spomenul vyššie, do IS na oddelený dokument vo 
formáte .xlsx. Tento dokument obsahuje informácie o vzniku incidentu, osobe, kto-
rá ho nahlásila, budove, v ktorej vznikol, detailný popis incidentu, popis riešenia 
incidentu a zodpovednú osobu, odhadovanú cenu podľa povahy incidentu 
a doplňujúce informácie o priebehu riešenia. Je však zložité a pomalé vyhľadávať 
konkrétnu činnosť v rámci incidentu, kedže každý incident je zapísaný v jednom 
riadku a bunka s komentármi o jeho riešení môže obsahovať aj desiatky riadkov, 
ktoré sú neprehľadné. Pri každom incidente sa ohodnocuje cena jeho vyriešenia, pre 
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vedenie je dôležité poznať hodnotu nákladov a hodnotu konečného prínosu 
z investovaných prostriedkov. Je možné povedať, že ekonomické hľadisko investí-
cií je jedným z hlavných rozhodovacích faktorov pre management spoločnosti.  
2.6.10 Management IS  
Spoločnosť nevytvára informačnú stratégiu a nie sú stanovené ani ciele a 
plány rozvoja IS/IT spoločnosti. Rozvoj v oblasti IS je nárazový a odpovedá na 
momentálne požiadavky pracovníkov alebo vývoj pracovných činností či úloh. Na 
podnet zamestnancov sa nárazovo implementujú malé zmeny či zlepšenia na IS 
spoločnosti, tieto však nie sú nijak plánované. Takéto zásahy väčšinou reflektujú 
aktuálnu potrebu zmeny či úpravy časti IS s cieľom zefetívnenia pracovných čin-
ností a procesov. Vďaka absencii plánu rozvoja v mnohých prípadoch neprinášajú 
niektoré zmeny či úpravy žiadané zlepšenie efektivity využitia IS. 
2.7 Hodnotenie analýz HOS2009 
Na vyhodnotenie analýzy HOS2009 je potrebné mať k dispozícii okrem do-
tazníka so 100 zodpovedanými otázkami všetkých desiatich oblastí IS, konkrétne sa 
jedná o oblasti HW, SW, OW, PW, DW, CU, SU, SE, MA, MIS, i tieto informácie: 
 informačná úroveň organizácie ∈ {1; 2; 3; 4; 5},  
 fázy životného cyklu IS ∈ {zavádzanie IS; rast; zrelosť; útlm},  
 váha jednotlivých kritérií u hodnotených oblastí IS ∈ 〈1; 10〉,  
 významnosť jednotlivých oblastí IS ∈ {0,2; 0,4; 0,6; 0,8; 1}, 
(NEUWIRTH, 2009, s.56-58). 
Respondent bude v tomto prípade zhodný s aplikantom, budem ním ja, za-
mestnanec na pozícii Office manager. 
V nasledujúcich podkapitolách budem postupne získavať horeuvedené in-
formácie a to pomocou rôznych výpočtových metód a vzorcov určených analýzou 
HOS2009. Získané informácie použijem pre čiastkové analýzy a konečné  hodnote-
nie. 
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2.7.1 Stanovenie optimálneho stavu IS firmy 
Pre stanovenie informačnej úrovne organizácie potrebnej pre chod IS sú 
dôležité dva pohľady na IS a tými sú motivácia firmy k používaniu IS a náročnosť 
firmy na IS. Týmto dvom pohľadom sa priradí hodnota, vypočítaná z priemeru hod-
nôt ich faktorov, ktorá určí celkovú náročnosť informačnej úrovne organizácie. Po-
pis a hodnotenie jednotlivých faktorov je zobrazený v nasledujúcich tabuľkách 
(NEUWIRTH, 2009, s.98-99). Pre hodnotenie platí, že 0 znamená nedôležitý faktor 
a 1 predstavuje vysoko dôležitý faktor: 
Náročnosť na rýchlosť, efektívnosť vnútropodnikovej komunikácie 0,8 
Náročnosť na rýchlosť, efektívnosť komunikácie firmy s okolím 0,2 
Náročnosť na kvalitu, aktuálnosť, validitu, kvantitu informácií v IS 1,0 
Náročnosť na bezporuchový chod IS 0,7 
Náročnosť na obnovu IS po poruche 0,7 
Náročnosť na rýchlu použiteľnosť IS 0,8 
Priemerná hodnota faktorov náročnosti na IS firmy 0,7 
Tabuľka 5: Hlavné faktory ovplyvňujúce náročnosť na informačný systém firmy (Zdroj: 
Vlastná tvorba) 
Optimalizácia nákladov na bežný chod firmy 0,7 
Podpora možnosti ďalšieho rozširovania, rozvoja firmy 0,3 
Podpora vytvorenia (udržania) dobrého mena firmy 0,5 
Optimalizácia času potrebného pre beh operácií spojených s chodom 
firmy 
0,8 
Zvýšenie efektivity u vykonávaných činností 0,9 
Priemerná hodnota faktorov motivácie firmy k používaniu IS  0,64 
Tabuľka 6: Hlavné faktory ovplyvňujúce motiváciu firmy k používaniu IS (Zdroj: Vlastná 
tvorba) 
Ako je vidieť z Tabuliek 5 a 6, priemerná hodnota faktoru náročnosti na IS 
firmy je 0,7 a priemerná hodnota faktoru motivácie firmy k používaniu IS je 0,64. 
Slovné zhodnotenie oboch faktorov nájdeme v Tabuľkách 7 a 8: 
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Náročnosť na IS  
firmy 
Priemerné hodnotenie 
faktorov 
Nízka < 0,4 
Stredná 0,4 - 0,6 
Vyššia 0,6 - 0,8 
Vysoká > 0,8 
Tabuľka 7: Zhodnotenie náročnosti na IS 
firmy (Zdroj: NEUWIRTH, 2009, s.98) 
 
Motivácia firmy k 
používaniu IS 
Priemerné hodnotenie 
faktorov 
Nízka < 0,4 
Stredná 0,4 - 0,6 
Vyššia 0,6 - 0,8 
Vysoká > 0,8 
Tabuľka 8: Zhodnotenie motivácie firmy k 
používaniu IS (Zdroj: NEUWIRTH, 2009, 
s.99)
Informačná úroveň Náročnosť na IS 
Motivácia k používaniu IS Nízka Stredná Vyššia Vysoká 
Nízka 1 2 3 3 
Stredná 2 3 4 4 
Vyššia 3 4 4 5 
Vysoká 3 4 5 5 
Tabuľka 9: Stanovenie informačnej úrovne (Zdroj: NEUWIRTH, 2009, s.100) 
Z Tabuľky 9 je zjavné, že výsledná hodnota je 4, ktorú použijeme ďalej pri 
stanovení optimálnej úrovne IS spoločnosti. Predtým než stanovím optimálnu úro-
veň IS musím určiť fázu životného cyklu IS. 
Posudzovaný IS sa najviac stotožňuje s popisom fázy Dobehu, či inak po-
vedané Útlmu. IS sa nachádza v stave, keď už jeho funkcionalita plne nevyhovuje 
potrebám používateľov, dáta je nutné zložito dohľadávať a výpovedná schopnosť 
získaných informácií sa postupne s pribúdajúcim počtom dát znižuje. IS ako taký 
funguje od roku 2009. Náročnosť firemných procesov a s tým súvisejúce zvyšova-
nie požiadaviek na IS rástli rýchlejšie než bolo možné IS inovovať. Postupné čias-
tkové zmeny IS neprinášali požadované vylepšenia funkcionality v dostatočnej mie-
re a čase. Je teda nutné IS komplexne inovovať a prispôsobiť ho tak dnešným po-
trebám a požiadavkom na jeho funkčnosť. 
Potrebnú súhrnnú úroveň IS stanovím na základe vypočítanej hodnoty ná-
ročnosti na informačnú úroveň a z toho, v akej fáze životného cyklu sa IS nachádza, 
a to za pomoci Tabuľky 10: 
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Súhrnná optimálna úro-
veň IS 
Životný cyklus IS 
Zavádzanie Rast Zrelosť Útlm 
Náročnosť 
na infor-
mačnú úro-
veň firmy 
1 1 1-2 1-2 1 
2 1 1-2 2-3 1-2 
3 2 2-3 3-4 2-3 
4 2-3 3-4 4-5 3-4 
5 3-4 4-5 5 4 
Tabuľka 10: Súhrnná optimálna úroveň IS (Zdroj: NEUWIRTH, 2009, s.101) 
Tu vidíme, že súhrnná optimálna úroveň IS má hodnotu v rozmedzí 3-4. 
Hodnota v tomto rozmedzí predstavuje budúcu želanú úroveň IS, ktorú by mal IS 
dosiahnuť.  
2.7.2 Vyhodnotenie jednotlivých oblastí IS 
Dotazník vyplnený Office managerom je možné nájsť v Prílohe 5. Každej 
otázke z dotazníku je priradená hodnota v rozmedzí od 1 do 5 podľa toho, v ktorom 
kritériu sa nachádza. Výsledná suma hodnôt za dané kritérium sa potom násobí koe-
ficientom váhy tohto kritéria (NEUWIRTH, 2009, s.64-93). 
Vzorec 1 bol použitý pre výpočet hodnôt daných kritérií pre oblasti IS 
v Tabuľke 11 (NEUWIRTH, 2009, s.65-93): 
 
Vzorec 1: Výpočet hodnôt kritérií pre oblasti IS s legendou (Zdroj: NEUWIRTH, 2009, s.64) 
Vj ... váha i-tého kritéria (1..10) podľa dôležitosti skúmaného kritéria pre oblasť 
m ...  počet kritérií patriacich k danej i-tej oblasti 
Hja ... a-tá hodnota otázky patria k j-temu kritériu 
n ... počet kontrolných otázok patriacich ku kritériu  
Oi ... súhrnná hodnota j-tej oblasti, {OW;PW;DW;SE;CU;SU;MIS;MA;HW;SW} ∈ i 
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Oblasť Kritérium 
Suma 
hodnôt 
otázok 
Počet 
otázok 
Váha 
kritéria 
Hodnota 
oblasti / 
kritéria 
OW 
Smernice, normy, pokyny 6 4 5 0,50 
Aplikácia smerníc, noriem a pokynov 16 6 10 1,78 
Celkom za oblasť OW 22 10 15 2,28 
PW 
Školenie 11 4 5 0,86 
Používatelia IS 5 3 10 1,04 
Informačné centrá podpory 13 3 1 0,27 
Celkom za oblasť PW 29 10 16 2,17 
DW 
Obstaranie, spracovanie dát 8 2 10 1,38 
Uchovávanie dát 10 3 9 1,03 
Používanie, práca s dátami 15 5 10 1,03 
Celkom za oblasť DW 33 10 29 3,45 
SE 
Bezpečnostná politika 10 4 5 0,83 
Aplikácia bezpečnostnej politiky 16 6 10 1,78 
Celkom za oblasť SE 26 10 15 2,61 
CU 
Vzťah zákazníkov a informačného systému 8 4 3 0,29 
Práca s dátami o zákazníkoch v posudzovanom IS 5 2 8 0,95 
Práca zákazníkov s dátami v posudzovanom IS 10 4 10 1,19 
Celkom za oblasť CU 23 10 21 2,43 
SU 
Vzťah dodávateľov a informačného systému 7 3 3 0,33 
Obstaranie, spracovanie dát od dodávateľov 15 4 8 1,43 
Práca dodávateľov s dátami v posudzovanom IS 11 3 10 1,75 
Celkom za oblasť SU 33 10 21 3,51 
MIS 
Správa IS 12 4 8 0,86 
Management IS 10 3 10 1,19 
Informačná stratégia 3 3 10 0,36 
Celkom za oblasť MIS 25 10 28 2,40 
MA 
Informačná podpora pre rozhodovanie 17 5 10 1,31 
Stratégia 10 3 6 0,77 
Ekonomické hľadisko 9 2 10 1,73 
Celkom za oblasť MA 36 10 26 3,81 
HW 
Funkčnosť 14 3 7 1,48 
Bezpečnosť 11 3 10 1,67 
Nákupná stratégia 14 4 5 0,80 
Celkom za oblasť HW 39 10 22 3,95 
SW 
Aplikačný software 15 5 10 1,30 
 Systémový software 10 2 8 1,74 
Používateľská prívetivosť 11 3 5 0,80 
Celkom za oblasť SW 36 10 23 3,84 
Celkom za IS 302 100 216 30,45 
Tabuľka 11: Hodnoty kritérií a oblastí IS (Zdroj: vlastná tvorba) 
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2.7.3 Celková a optimálna úroveň IS, vyváženosť oblastí IS 
Podľa tvrdenia Neuwirtha je: „informační systém natolik silný, nakolik sil-
ná je jeho nejslabší část (NEUWIRTH, 2009, s.65-93).“ Preto stanovím celkový 
stav IS podľa Vzorca 2 nasledovne:  
 
Vzorec 2: Výpočet celkového stavu IS s legendou (Zdroj: NEUWIRTH, 2009, s.96-97) 
H ... celková súhrnná hodnota skúmaného IS 
Oi ... celková hodnota i-tej oblasti, {OW;PW;DW;SE;CU;SU;MIS;MA} ∈ i 
Hodnota úrovne oblasti IS Slovný popis hodnoty 
1 Veľmi nízka úroveň oblasti 
2 Nízka úroveň oblasti 
3 Priemerná úroveň oblasti 
4 Vyššia úroveň oblasti 
5 Vysoká úroveň oblasti 
Tabuľka 12: Slovný popis výsledných hodnôt oblastí (Zdroj: NEUWIRTH, 2009, s.95) 
Výpočtom podľa Vzorca 2 som zistil, že najnižšie hodnotená oblasť je PW, 
čiže Peopleware, a to s hodnotou OPW = 2,17. Celkové hodnotenie IS sa tak rovná 
hodnote 2, čo značí nízku úroveň IS. 
Pre zistenie optimálnej úrovne jednotlivých oblastí IS použijem Vzorec 3: 
 
Vzorec 3: Výpočet optimálnej úrovne oblasti IS s legendou (Zdroj: NEUWIRTH, 2009, s.102)  
Ovi ... vyvážená (optimálna) hodnota i-tej oblasti IS 
OvMIN ... vyvážená (optimálna) hodnota IS - minimálna 
OvMAX ... vyvážená (optimálna) hodnota IS - maximálna 
Vi ... význam i-tej oblasti IS pre firmu, {OW;PW;DW;SE;CU;SU;MIS;MA} ∈ i 
63 
 
Ďalším hodnotiacim faktorom IS firmy je informácia o mie-
re nevyváženosti jednotlivých oblastí, podľa Neuwirtha je: „Informační systém spo-
lečnosti považován za tolik vyvážený, nakolik je vyvážená jeho nejslabší část  
(NEUWIRTH, 2009, s.104).“ Mieru nevyváženosti vypočítam pomocou Vzorca 4: 
 
Vzorec 4: Výpočet miery nevyváženosti oblasti IS s legendou (Zdroj: NEUWIRTH, 2009, s.104)  
Ni ...  miera nevyváženosti i-tej sledovanej oblasti [%] 
Oi ...  celková hodnota i-tej sledovanej oblasti 
OvMIN ...  vyvážená (optimálna) minimálna hodnota IS 
OvMAX ... vyvážená (optimálna) maximálna hodnota IS 
Vi ...   význam i-tej oblasti IS pre firmu, {OW;PW;DW;SE;CU;SU;MIS;MA} ∈ i 
Pre stanovenie optima i miery nevyváženosti je nutné stanoviť pre všetky 
sledované oblasti IS koeficient významnosti. Tento koeficient môže nadobudnúť 
hodnoty (0,2;0,4;0,6;0,8;1), kde 0,2 značí veľmi nízky a 1 vysoký význam oblasti 
(NEUWIRTH, 2009, s.103). 
Výsledky výpočtov miery nevyváženosti, optimálneho stavu IS, hodnoty 
jednotlivých oblastí IS i koeficienty významnosti, ktoré som stanovil na základe 
osobných poznatkov, je možné nájsť v Tabuľke 13: 
Oblasť 
Úroveň oblasti IS Koeficient 
významnosti 
Optimum 
Miera nevyváženosti 
[%] 1 2 3 4 5 
OW 
 
2,28 
   
0,6 3,20 -28,75 
PW 
 
2,17 
   
0,4 2,80 -22,50 
DW 
  
3,45 
  
1,0 4,00 -13,75 
SE 
  
2,61 
  
0,8 3,60 -27,50 
CU 
 
2,43 
   
0,8 3,60 -32,50 
SU 
   
3,51 
 
0,8 3,60 -2,50 
MIS 
 
2,40 
   
0,4 2,80 -14,29 
MA 
   
3,81 
 
1,0 4,00 -4,75 
HW 
   
3,95 
 
0,8 3,60 9,72 
SW 
   
3,84 
 
0,6 3,20 20,00 
Tabuľka 13: Optimum, nevyváženosť a koeficient významnosti IS (Zdroj: Vlastná tvorba) 
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Výsledky z Tabuľky 13 použijem pre výpočet celkovej miery nevyváženos-
ti. Tá je rovná maximálnej hodnote z vypočítaných nevyvážeností skúmaných ob-
lastí v absolútnej hodnote, a to za pomoci Vzorca 5: 
 
Vzorec 5: Celková miera nevyváženosti IS s legendou (Zdroj: NEUWIRTH, 2009, s.105)  
N ...  celková miera nevyváženosti IS [%] 
Oi ... miera nevyváženosti i-tej oblasti, {OW;PW;DW;SE;CU;SU;MIS;MA} ∈ i 
Dosadením do Vzorca 5 som zistil, že hodnota NCU = 32,5 % je zo všetkých 
vypočítaných hodnôt najvyššia. Miera celkovej nevyváženosti IS je N = 32,5 %. 
Grafe 1 zobrazuje nevyváženosť všetkých oblastí, a to vrátane oblastí SW a HW. 
 
Graf 1: Miera nevyváženosti skúmaných oblastí IS (Zdroj: Vlastná tvorba) 
Graf 2 zobrazuje hodnoty oblastí IS v modrej ploche. Celkový stav IS spo-
ločnosti je vyznačený plnou modrou čiarou. Červená prerušovaná čiara zobrazuje 
optimálne hodnoty oblastí IS, a zelená prerušovaná čiara naznačuje doporučenú 
hodnotu budúceho stavu IS. Porovnaním doporučených a skutočných hodnôt oblastí 
IS zistíme, v ktorých častiach IS spoločnosti sa vyskytujú medzery. V týchto oblas-
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tiach je potrebné zapracovať na eliminácii nedostatkov či využiť príležitostí k zlep-
šeniu a znížiť tak riziko možných incidentov plynúcich z nedostatkov. 
 
Graf 2: Celkový stav IS (Zdroj: Vlastná tvorba) 
2.7.4 Analýza vzájomného vzťahu oblastí SW a HW 
Výpočet samotnej hodnoty oblastí SW s HW nestačí, keďže sú tieto oblasti 
na sebe vysoko závislé. Preto vypočítam ich vzájomnú výváženosť, či inak poveda-
né, či je jedna oblasť nedostačujúca pre druhú. Toto vypočítam pomocou Vzorca 6: 
 
Vzorec 6: Výpočet nevyváženosti technológie s legendou (Zdroj: NEUWIRTH, 2009, s.96)  
N ...  celková nevyváženosť technológie (porovnanie oblastí SW a HW) [%] 
SW ...  hodnota oblasti SW 
HW ...  hodnota oblasti HW 
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Podľa metódy HOS2009 môžeme za vyvážený stav IS považovať ten, kto-
rého hodnota N sa nachádza v intervale 〈0; -25〉 percent. Záporná hodnota značí, že 
hardware nie je naplno využívaný softwarom. Naopak kladná hodnota poukazuje na 
fakt, že hardware je nedostačujúci pre používaný software.  
V mojom prípade je po dosadení do Vzorca 6 hodnota N = -2,78 %. Systém 
môžeme z pohľadu súladu SW a HW považovať za vyvážený.  Hodnota N je zá-
porná a blízko nule, z toho plynie, že hardware a software sú v tesnom súlade a zá-
roveň nie je hardware úplne využívaný softwarom spoločnosti. Kedže je IS spoloč-
nosti vo fáze útlmu, vyplýva z toho pozitívum v podobe rezervy v oblasti HW. 
Vyváženosť oblastí SW a HW je zobraná v Grafe 3. V žltej zóne je zobra-
zená nadhodnotenosť/predimenzovanosť hardwaru nad požiadavky kladené použí-
vaným softwarom. V zelenej zóne je SW a HW v rámci IS v tesnom súlade. Červe-
ná zóna predstavuje situáciu, v ktorej je používaný hardware nepostačujúci pre po-
užívaný systémový a aplikačný software. Vypočítaná hodnota vyváženosti oblastí 
SW a HW spadla do zelenej zóny, oblasti sú teda v tesnom súlade (NEUWIRTH, 
2009, s.95). 
 
Graf 3: Vyjadrenie korelácie oblastí SW a HW (Zdroj: Vlastná tvorba) 
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2.7.5 Zhrnutie analýzy HOS2009 
Pred vyhlásením konečného hodnotenia IS zhrniem všetky dostupné vý-
sledky a výpočty analýzy HOS2009: 
 Priemerná hodnota faktoru náročnosti na IS firmy je 0,7 (vyššia) a faktoru 
motivácie k používaniu IS je 0,64 (vyššia).  
 Informačná úroveň je 4 (vyššia).  
 Životný cyklus IS je vo fáze útlmu.  
 Celková úroveň IS je 2,17 - nízka úroveň oblasti (podľa oblasti PW).  
 Celková miera nevyváženosti IS je 32,5 % (podľa oblasti CU).  
 Oblasti SW a HW sú pomerne vyvážené, ich celková miera nevyváženosti 
je -2,78%.  
 Nevyváženosť oblastí IS presiahla hranicu -25% hneď u troch oblastí, me-
novite OW (-28,75%), SE (-27,5%), CU (-32,5%) a oblasť PW presiahla 
hranicu -15% s hodnotou -22,5% 
Po zhodnotení výsledkov a výpočtov analýzy HOS2009 môžem skonštato-
vať, že celkový stav IS spadá do kategórie "Nevyvážený IS" (NEUWIRTH, 2009, 
s.109, 115). IS spoločnosti je veľmi neefektívny s mnohými nedostatkami. Do oblastí 
SW a HW sa investujú zbytočné náklady a naproti tomu v ostatných oblastiach investí-
cie chýbajú, "investíciami" mám na mysli finančné prostriedky, čas, ľudské zdroje a 
rôzne iné vstupy. Vynaložené prostriedky nie sú efektívne prerozdelené pomedzi všet-
ky oblasti, IS tak nemôže fungovať efektívne. Celková úroveň IS zďaleka nedosahuje 
optimálnej úrovne, dá sa hovoriť o nestabilite IS. Veľký problém vidím v absencii in-
formačnej stratégie, rozvoj IS sa uberá nejasným smerom. Inovácie IS nemajú schop-
nosť odpovedať na aktuálne požiadavky na funkcionalitu IS, nároky na IS rastú neú-
merne s jeho vývojom. Ďalším problémom je nekonzistencia dát a jednotlivých častí IS 
- tabuliek vo formáte .xlsx, kde pre každú budovu existujú isté odlišnosti, ktoré zaprí-
čiňujú rôznorodosť tabuliek v rôznych detailoch. S vedením spoločnosti sme došli k 
záveru, že je potrebné vytvoriť jednotný priestor, ktorý poskytne centralizovanú, uce-
lenú a komplexnú správu dát, informácií a majetku spoločnosti s možnosťou tieto dáta 
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a informácie rýchlo, jednoducho a prehľadne zobraziť, čo súčasný IS nedokáže poskyt-
núť. 
2.8 Základná vízia budúceho IS 
Zhodnotením vyššie uvedených informácií o spoločnosti (všeobecné in-
formácie o spoločnosti, procesy, štruktúra, osobné poznatky atď.) a ďalších analýz 
(SWOT, HOS2009, analýza 7S) som zistil slabé stránky a hrozby, príležitosti a si l-
né stránky, ktoré je potreba využiť k eliminácii hrozieb. Analýza HOS2009 poskyt-
la komplexný pohľad na IS spoločnosti a poukázala na miesta, na ktoré je nutné sa 
zamerať pri inovácii IS. Poznatky získané pri vyhodnocovaní analýzy HOS2009 
poslúžia na stanovenie informačnej stratégie, ktorá bude najviac zodpovedať požia-
davkám vedenia spoločnosti na nový IS, a samozrejme tiež k vytvoreniu IS samot-
ného. 
Víziou spoločnosti je pomocou nového IS zrýchliť podnikové procesy a 
využiť všetky prostriedky čo najefektívnejšie, k čomu by mal nový IS prispieť, cie-
ľom je pomocou moderných technológií zkrátiť čas na jednotlivé procesy pri čo 
najmenších nákladoch a s maximálnym možným využitím prostriedkov. Víziou in-
formačného systému je aby bol: 
 stabilný, rýchly, 
 užívateľsky prívetivý, jednoduchý na používanie, prehľadný, 
 spoľahlivý, presný z hľadiska korektnosti informácií, 
 jednoducho rozšíriteľný o ďalšie moduly či funkcie. 
2.8.1 Požiadavky na budúci IS 
Informačný systém by mal spĺňať následujúce požiadavky: 
 Správa bytov, nebytových priestorov, domov. 
 Možnosť tlače nájomných zmlúv, predávacích protokolov. 
 Správa platieb, pohľadávok, evidencia dlžníkov. 
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 Možnosť tlače upomienok, sledovanie termínov splatnosti pohľadávok. 
 Rýchla implementácia IS. 
 Nízke náklady na obstaranie a prevádzku. 
 Modifikovateľnosť. 
 Správa kontaktov, osôb, partnerov. 
 Prehľady o opravách a nákladoch. 
 Prepojenie na bankové výpisy, možnosť importu platieb nájmu z výpisu. 
 Support od dodávateľa programového vybavenia. 
 Rozpočet na zaobstaranie IS do hodnoty 200.000,-Kč bez DPH. 
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3 Vlastné návrhy riešenia 
Výber možných prístupov riešení bol zúžený na dva prístupy. Jedným z 
nich je zaobstaranie krabicového programu, hotového riešenia. Druhou možnosťou 
je vytvorenie vlastného programu, IS na kľúč. Outsourcingové riešenie pomocou 
poskytovateľa ASP bolo z výberu možných prístupov vylúčené, a to vďaka vysokej 
závislosti spoločnosti na tomto poskytovateľovi v prípade výberu tohto riešenia. 
Obe tieto zvolené možnosti popíšem v podkapitolách nižšie, zhodnotím ich vhod-
nosť aplikácie pre účely spoločnosti a zvolené riešenie potom rozpracujem do po-
drobností. 
3.1 Existujúce riešenie - krabicový IS 
Na trhu s informačnými systémami je mnoho hotových produktov, ktoré 
zodpovedajú požiadavkám spoločnosti, vzhľadom k povahe podnikateľskej činnosti 
a veľkosti spoločnosti je voľba hotového programu jednou z možností, akou naplniť 
požiadavky majiteľov spoločnosti. Do užšieho výberu som vybral informačný sys-
tém DES (Domovní Evidenční Systém) od spoločnosti TOM-Computer, s. r. o., 
ktorý je predstavený v nasledujúcej podkapitole. 
3.1.1 DES - Domovní Evidenční Systém 
Domovní Evidenční Systém, alebo skrátene DES, je program na správu ne-
hnuteľností, bytov i domov, poskytuje prehľady o nájomníkoch, vyúčtovaniach, 
platbách, dlžníkoch, umožňuje zavedenie pasportov bytov, jeho používanie je intu i-
tívne a je možné ho realizovať na serveri i jednotlivých pracovných staniciach. Ten-
to program vyhovuje väčšine požiadavkov majiteľov spoločnosti a je taktiež ľahko 
modifikovateľný i rozšíriteľný o nové moduly i funkcionality, ako napr. správa 
programu cez webové stránky - diaľkový prístup, avšak všetky tieto modifikácie sú 
spoplatnené nemalou čiastkou a finálny IS podľa požiadavkov vedenia spoločnosti 
sa tak môže predražiť. Modifikácie sú taktiež univerzálne, je možné si vybrať kon-
krétnu modifikáciu, ktorá má už ale nemenné parametre a nedá sa ďalej upravovať. 
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Spoločnosť vlastní pracovné stanice pre každého zo zamestnancov pozos-
távajúce z PC s monitorom, tlačiarňou a príslušenstvom, preto odpadá nutnosť rea-
lizovať kúpu týchto pracovných staníc. Kedže je program DES riešený na báze 
Klient-server, spoločnosť bude potrebovať serverovú stanicu, na ktorej bude bežať 
datové úložisko a program DES. Ďalej bude potrebné zaobstarať potrebný OS a 
software a celý server prepojiť so stávajúcim vybavením tak, aby bolo všetko pr i-
pravené na používanie.  
Hardware, software i implementáciu IS by zariadil externý dodávateľ tých-
to služieb - TOM-Computer, spol. s r. o. Bude sa jednať o nasledujúce položky v 
cenách bez DPH: 
Hardware - server Cena 
-       1ks HP ProLiant DL360e rack 1U 37.800,-Kč 
o   Dvouprocesorový server 1x(2) Quad-Core Intel Xeon E5-2403, 4GB 
DDR3, 1000GB SATA 7200 otáček, DVD-RW, 460W. 
 
-       1ks Eurocase Rack Cabinet GQ5612 12U 2.800,-Kč 
-       1ks APC Smart-UPS SC 450VA 5.800,-Kč 
-       1ks ZyXEL ZyWALL USG 20W 5.800,-Kč 
o   Firewall 2x IPSecVPN, 5x 10/100/1000, 1x SSL, WAN, 
AES/3DES/DES, WiFi 802.11n 2T2R, 1x USB. 
 
-       1ks kompletné rozvody siete, práca, materiál 21.000,-Kč 
Celková cena hardware 73.200,-Kč 
Tabuľka 14: Náklady na hardware - DES bez DPH (Zdroj: Vlastná tvorba) 
Software Cena 
-       1ks Microsoft Windows Server 2008 R2 Foundation OEM - pouze s 
HP ProLiant 
5.800,- Kč 
-       1ks software DES  86.100,- Kč 
o   6ks pracovných staníc cez sieť, moduly do 1000 bytových jednotiek - 
Pasport, Nájemné, Vyúčtování + teplo, Ekonomika domů, Právo a ná-
jemné, nasadenie IS a školenie pre zamestnancov v cene. 
 
Celková cena software 91.900,-Kč 
Tabuľka 15: Náklady na software - DES bez DPH (Zdroj: Vlastná tvorba) 
Správa hardware a software 
Správu serveru - hardware i software by riešil externý dodávateľ - firma H-
data, s. r. o., Brno, mesačné náklady na správu by boli 4.000,-Kč, v cene sú dva 
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fyzické zásahy technika s reakčnou dobou do 3 hodín, 2 zásahy pomocou vzdialenej 
správy a 1 krát do mesiaca návšteva technika v trvaní 3 hodiny s cieľom správy 
serveru, kontrola funkčnosti, údržba. 
Položkové náklady na IS Cena 
-       Celková cena hardware 73.200,-Kč 
-       Celková cena software 91.900,-Kč 
-       Celková cena za správu ročne 48.000,-Kč 
Náklady celkom 213.100,-Kč 
Tabuľka 16: Celkové náklady na IS - DES bez DPH (Zdroj: Vlastná tvorba) 
Implementácia IS 
Ako som už spomenul vyššie, v spoločnosti existuje IS vedený pomocou 
databází vytvorených v MS Excel, zvolíme nárazovú stratégiu zavádzania IS, be-
hom 5 dní by bol server pripravený na spustenie. Dáta sa medzitým zozbierajú, vy-
triedia, konvertujú a po dokončení inštalácie serveru sa postupne dáta prevedú na 
server a zavádza sa do systému každá jedna pracovná stanica. Pracovné stanice so 
starým systémom sa v deň spustenia nového serveru prestanú používať. Po zavedení 
týchto staníc do nového systému sa na nich postupne začne pracovať a dáta už sa 
ukladajú na server, pracovníci bez zavedených pracovných staníc sa zúčastňujú 
školenia práce na novom IS DES od spoločnosti TOM-computer, s. r. o., preškolení 
zamestnanci postupne začínajú pracovať na funkčných pracovných staniciach. 
Ďalších 10 dní je určených na verifikáciu novo nahraných údajov, korekcie a dopl-
ňovanie údajov. Staré dáta v podobe excelovských súborov sú zálohované na serve-
ri pre ich prípadné použitie v budúcnosti. Na testovanie novo nasadeného IS je vy-
hradených 5 dní, počas ktorých zamestnanci pracujú na novom IS. V prípade, že sa 
vyskytne chyba v IS, firma TOM-computer, s. r. o. zaručuje jej odstránenie v rámci 
implementačného procesu. 
Celý proces zavedenia by nemal trvať dlhšie ako 20 pracovných dní, počas 
ktorých sa spustí nový server, prevedú sa dáta do nového IS, zamestnanci sa pre-
školia na prácu v novom IS a nový IS otestujú. 
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SLA 
Zmluvy o poskytovaní úrovne služieb sú uzatvorené s poskytovateľom 
správy serveru i dodávateľom IS. Podmienky H-Data, s. r. o., Brno sú nasledovné: 
- zmluvný záväzok vykonať dva fyzické zásahy technika s reakčnou dobou 
do 3 hodín, 2 zásahy pomocou vzdialenej správy a 1 krát do mesiaca návšteva tech-
nika v trvaní 3 hodiny s cieľom správy serveru, kontrola funkčnosti, údržba,  
- mimo tieto zmluvné zásahy sa účtuje podľa cenníka, ceny uvedené v ta-
buľke nižšie sú bez DPH: 
Bežný servisný zásah 
Bežná dostupnosť služby Po - Pia 8:00 – 17:00 hod. 
Reakčná doba (podľa dohody) nasledujúcí pracovný deň - až 3 dni 
Doba nahlásenia požiadavkov Po - Pia 8:00 – 17:00 hod. 
Paušálna cena za výjazd Brno 350,-Kč 
Cestovné mimo Brno 8,-Kč/km 
1 hodina práce technika 850,-Kč 
 Neodkladný servisný zásah 
Běžná dostupnosť služby Po - Pia 8:00 – 17:00 hod. 
Reakčná doba do 3 hodín 
Doba nahlásenia požiadavkov Po - Pia 8:00 – 17:00 hod. 
Paušálna cena za výjazd Brno 350,-Kč 
Cestovné mimo Brno 8,-Kč/km 
1 hodina práce technika 1.400,-Kč 
 Príplatky za prácu mimo dobu bežnej dostupnosti služby 
Pracovní dny 06:00 – 08:00 hod., 17:00 – 22:00 hod + 30% 
Noc 22:00 – 06:00 hod., So, Ne + 60% 
Tabuľka 17: Zmluvný cenník H-Data, s. r. o. bez DPH (Zdroj: Vlastná tvorba) 
V podmienky TOM-computer, s. r. o. je zahrnutá podpora Hotline 24h/7dní 
v týždni, platený zásah v pracovné dni od 8:00 do 18:00 hod, 1000,-Kč/hodinu pri 
dodržaní reakčnej doby do 3 hodín, pri prekročení reakčnej doby zásah zdarma. 
Platí to napríklad pre tieto názorné prípady: 
Incident - server HW 
1) Zamestnanec zistí incident - nefunkčnosť serveru, vizuálna kontrola zapojenia 
HW, ak systém nereaguje, kontaktuje sa H-Data hotline, popis incidentu. 
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2) Prijatie požiadavku technikom, reakcia do 3 hodín od nahlásenia incidentu, vy-
riešenie do 24 hodín od nahlásenia, zásah vzdialeným prístupom, analýza inci-
dentu, vyriešenie. 
3) V prípade neúspechu vzdialeného prístupu, fyzický zákrok, oprava SW na 
mieste (reinštalácia, obnovenie záloh). 
4) Incident musí byť ukončený do 24 hodín od nahlásenia, všetky služby spustené 
a funkčné, v prípade nedodržania pokuta 50% mesačnej zmluvnej odmeny. 
Incident - server SW 
1) Zamestnanec zistí incident - nefunkčnosť serveru, vizuálna kontrola zapojenia 
HW, ak systém nereaguje, kontaktuje sa H-Data hotline, popis incidentu. 
2) Prijatie požiadavku technikom, reakcia do 3 hodín od nahlásenia incidentu, vy-
riešenie do 24 hodín od nahlásenia, zásah vzdialeným prístupom, analýza inci-
dentu, vyriešenie. 
3) V prípade neúspechu vzdialenej správy, fyzický zákrok oprava/výmena HW 
súčiastky za funkčnú do 24 hodín v rámci záručnej doby. 
4) Incident musí byť ukončený do 24 hodín od nahlásenia, všetky služby spustené 
a funkčné, v prípade nedodržania pokuta 50% mesačnej zmluvnej odmeny. 
Incident IS - nefunkčné moduly 
1) Zamestnanec zistí incident - nefunkčnosť IS, vizuálna kontrola zapojenia HW, 
ak systém nereaguje, kontaktuje sa TOM-computer hotline, popis incidentu. 
2) Nahlásenie požiadavku na riešenie incidentu. 
3) Zásah technika do 3 hodín od nahlásenia v pracovné dni od 8:00 do 18:00 hod, 
pri nedodržaní reakčnej doby 3 hodín zásah zdarma. 
4) Problém odstránený do 1 hodiny od nahlásenia incidentu bonus 25% zo 
zmluvnej odmeny. 
5) Problém musí byť odstránený v ten istý deň, v akom bol nahlásený incident. 
6) Zásah do 3 hodín od nahlásenia, problém vyriešený v ten istý deň, odmena 
1000,-Kč/hodinu práce technika. 
7) Informovanie vedenia spoločnosti o znovuobnovení služby. 
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Nedodržaním stanovených podmienok je pokrátená mesačná odmena alebo 
dohodnutá odmena za poskytuné služby podľa povahy ujmy. 
3.2 Návrh vlastného IS na klúč 
Vývoj vlastného IS na klúč je zaujímavým riešením pre menšie spoločnos-
ti, akou je i tá nami skúmaná, kde na vývoji IS pracujú interní zamestnanci s cieľom 
podporiť procesy či administratívnu činnosť spoločnosti. Predpokladá sa, že títo 
zamestnanci majú dokonalú znalosť interných podnikových procesov a vedia tak 
požiadavky vedenia spoločnosti dokonale pretransformovať do želanej podoby a 
funkcionality IS. Týmto prístupom sa taktiež dá docieliť i nižších nákladov na vý-
voj a realizáciu IS. 
Výhodou takéhoto riešenia je práve vyššie zmienená znalosť zamestnancov 
o interných procesoch v spoločnosti ako aj ich plná predstava o finálnom IS, o jeho 
možnostiach a potrebnej funkcionalite. Takýmto spôsobom sú vízie a predstavy 
vedenia spoločnosti lepšie zdieľané a chápané. Toto všetko prispieva k hladkému 
zavedeniu potrebných zmien či lepšej príprave zamestnancov i technológií. Takisto 
je zaručená možnosť kedykoľvek v budúcnosti IS upravovať podľa aktuálnych po-
žiadaviek a potrieb spoločnosti s obmedzením do úrovne schopnosti zamestnancov 
tieto zmeny implementovať. 
Naopak nevýhodou tohto riešenia môže byť navýšenie pracovného vyťaže-
nia zamestnancov vzhľadom k časovej náročnosti vývoja a prevádzky IS za použitia 
súčasných zamestnancov, čas na dokončenie IS sa tak môže razantne predĺžiť. Rie-
šením tohto problému by bolo zamestnanie ďalších zamestnancov či externých pra-
covníkov, znamenalo by to však navýšenie celkových nákladov na realizáciu také-
hoto IS, čo by vyvracalo vyššie uvedenú výhodu spočívajúcu v úspore nákladov. 
Taktiež existuje hrozba prestojov v prevádzke IS a to z dôvodu malej kapacity za-
mestnancov schopných riešiť incidenty spojené s IS v okamihu ich vzniku. Rieše-
ním by tu bolo taktiež zabezpečenie týchto činností a podpory prevádzy IS z exter-
ných zdrojov, avšak hrozí navýšenie nákladov aplikáciou takéhoto riešenia. 
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Keďže pri tomto riešení nie je potrebný žiadny dodatočný hardware, nákla-
dy budú vynaložené iba na vývoj IS a jeho prevádzku. S vedením spoločnosti bol 
dohodnutý objem práce potrebný na vývoj IS v rozsahu 400 hodín, hodinová mzda 
bola dohodnutá vo výške 200,-Kč/hod. Celková cena za vývoj IS za pomoci vlast-
ného zamestnanca je teda vo výške 80.000,-Kč, ktoré sú zmluvne dohodnuté, to 
znamená, že aj pri prekročení stanoveného času musí byť IS za túto cenu dokonče-
ný a dodaný. Školenie zamestnancov a nasadenie IS zabezpečí vývojár IS - zamest-
nanec spoločnosti, cena za poskytnutie školenia a nasadenie IS je dohodnutá s ve-
dením spoločnosti na čiastku 15.000,-Kč a zahrňuje školenie pre všetkých zamest-
nancov. Celkové nasadenie IS spolu s testovaním a prípadným ladením chýb obja-
vených pri testovaní. Ďalej bola dohodnutá zmluvná cena za správu prevádzky IS a 
dodatočné úpravy na IS v celkovom rozsahu 100 hodín, a to vo výške 20.000,-Kč za 
prvý rok, prevádzku zabezpečí tiež zamestnanec spoločnosti. O cene za prevádzku v 
ďalších rokoch sa bude jednať neskôr, nie však skôr ako dva mesiace pred dokon-
čením prvého roku prevádzky IS. Úpravy IS nad rozsah dohodnutých 100 hodín 
budú riešené dodatočne po dohode s vedením spoločnosti, nepredpokladá sa však,  
že tento rozsah by mal byť prekročený, i keď náročnosť procesov spoločnosti na 
úkony bude stále rásť. 
Položkové náklady na IS Cena 
-       Celková cena software 80.000,-Kč 
-       Celková cena za nasadenie IS a školenie zamestnancov 15.000,-Kč 
-       Celková cena za správu a dodatočné úpravy na 1. rok 20.000,-Kč 
Náklady celkom 115.000,-Kč 
Tabuľka 18: Celkové náklady na IS na klúč bez DPH (Zdroj: Vlastná tvorba) 
Implementácia IS 
I pri tomto riešení zvolíme kombináciu nárazovej a pilotnej stratégie zave-
denia IS. Dáta zo starého IS bude potrebné vytriediť, prečistiť a optimalizovať na 
formát v ktorom sa prevedú do nového IS. Keďže aplikácia bude uložená na zdie-
ľanom úložisku Dropbox, pracovné stanice nebude nutné nijak zvlášť pripravovať. 
Testovanie aplikácie prebehne ešte pred samotným nasadením  ostrej verzie, a to na 
testovacích dátach z pôvodného IS, ladenie chýb a celý proces testovania by nemal 
trvať dlhšie ako 5 pracovných dní. Príprava dát pre ostrú verziu bude trvať 10 dní 
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spolu s ich naimportovaním do nového IS, ich verifikáciou, prípadnými korekciami 
či doplňovaním údajov. Počas prípravy dát pre ostrú verziu sa zamestnanci školia 
na prácu s novým IS a postupne začínajú pracovať na nasadzovanom IS. Od mo-
mentu importu všetkých dát bude možné nový IS naplno používať, pôvodný tabuľ-
kový IS bude zálohovaný pre budúcu referenciu či kontrolu novo naimportovaných 
dát. Celý proces implementácie by tak nemal trvať dlhšie ako 15 dní. 
3.3 Zhodnotenie uvedených riešení 
Nedostatky IS vyplývajúce z analýz HOS2009 a SWOT viedli k rozhodnu-
tiu vedenia spoločnosti o obstaraní nového IS.  
Najvážnejším nedostatkom, ktorý vyplynul z prevedených analýz je absen-
cia schopnosti IS zobraziť dáta prehľadne a v ucelenej forme. Nejednotnosť databáz 
súčasného systému a jeho decentralizovaná podoba zapríčinuje mnoho duplicít a 
vedie tak k nejednoznačnosti dát a to je neprípustné. Potrebné dáta je teda mnoho-
krát ťažké z IS získať. Podľa výsledku analýzy HOS2009 som súčasný IS klasifiko-
val ako "Nevyvážený IS", zdroje spoločnosti sú medzi oblasti IS prerozdelované 
veľmi neefektívne a tak celkový IS nefunguje podľa predstáv vedenia spoločnosti. 
Príležitosťou pre zlepšenie je vytvorenie nových funkcií IS a ich zosúlade-
nie s prebiehajúcimi procesmi v spoločnosti tak, aby boli zdroje spoločnosti využí-
vané efektívne a informácie z IS mohli byť získavané jednoducho a v prehľadnej 
podobe.  
3.4 Výber riešenia 
Porovnaním oboch navrhovaných variánt riešenia nového IS so stanove-
nými požiadavkami vedenia spoločnosti som spolu s jednateľmi spoločnosti dospel 
k záveru, že z hľadiska nákladov, modulárnosti a flexibility riešenia je najvhodnej-
šou variantou zaobstaranie vlastného IS na kľúč za pomoci vlastného zamestnanca.  
Dôvodom je aj dokonalá znalosť interných procesov týmto zamestnancom 
a požiadaviek vedenia spoločnosti na nový IS. Práve preto si vedenie spoločnosti 
vybralo túto variantu. 
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V nasledujúcich podkapitolách sa zameriam na podrobné spracovanie ná-
vrhu celého IS. Hlavné funkcie a vlastnosti IS budú popísané slovne a zobrazené 
pomocou diagramov.  
Pred samotným návrhom aplikácie je nutné stanoviť informačnú stratégiu, 
od ktorej sa bude odvíjať celý proces vývoja nového IS spoločnosti.  
3.5 Informačná stratégia 
Informačná stratégia určuje strategické riadenie oblasti IS a musí vychá-
dzať z princípov celopodnikovej stratégie. Iba tak je možné pomocou informačnej 
stratégie definovať víziu, ciele a hlavnú charakteristiku budúceho stavu IS/IT spo-
ločnosti. Medzi informačnou a celopodnikovou stratégiou musí byť súlad. Návrh 
budúceho IS musí naväzovať na informačnú stratégiu spoločnosti, ktorá je výcho-
diskom pre ďalšie kroky v zavádzaní zmien a vývoja IS. Celopodniková aj infor-
mačná stratégia spolu s čiastkovými stratégiami spoločnosti smerujú spoločne k 
dosiahnutiu celofiremných cieľov. Preto bude nutné formálne a jednoznačne zade-
finovať východiská a základné predpoklady informačnej stratégie. 
Zo záverov analýz HOS2009 a SWOT vyplynulo, že investície spoločnosti 
sú na jednotlivé oblasti IS vynakladané neefektívne a celá oblasť IS/IT nie je for-
malizovaná. Podobne sú na tom i ostatné oblasti spoločnosti, kde buď normy a 
smernice neexistujú, alebo existujú iba vo veľmi zjednodušenej podobe. Keďže do-
teraz nemala spoločnosť informačnú stratégiu spracovanú, vedenie spoločnosti bude 
zodpovedné za jej vytvorenie, rozpracovanie a komunikáciu medzi zamestnancov. 
Obsahom informačnej stratégie musí byť vždy i plánovanie rozpočtu na prevádzku 
IS, tak i rozvoja IS. Hlavnými bodmi informačnej stratégie budú: 
 formulácia cieľov a hlavnej charakteristiky IS/IT vzhľadkom k celopodni-
kovej stratégii, definícia zdrojov a procesov IS/IT využívaných 
k dosahovaniu celopodnikových cieľov, 
 stanovenie plánu prevádzky, udržiavania a rozvoja IS, spolu so stanovením 
nákladov na tieto činnosti, 
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 definovanie riadenia podpory procesov spoločnosti, vnútropodnikovej ko-
munikácie a bezpečnosti a prehľadnosti informácií prostredníctvom IS/IT,  
 vytvorenie dokumentácie informačnej stratégie ako dokumentu záväzného 
pre management i zamestnancov spoločnosti. 
3.6 Návrh aplikácie – IS 
V nasledujúcich kapitolách detailne popíšem jednotlivé funkcie IS, ich pri-
ncípy, a prebiehajúce procesy, ktoré IS vykonáva zobrazím pomocou rôznych dia-
gramov. 
Návrh IS je vypracovaný pre ďalšie spracovanie v programovacom jazyku 
Visual Basic, ideálne bude použitie programu Visual Studio od spoločnosti Micro-
soft. Grafická stránka IS nie je podstatná, hlavným prvkom bude funkcionalita, pre-
hľadnosť a jednoduchosť, ergonómia IS a jeho používateľská prívetivosť. Databáza 
by mala bežať na databázovom systéme MySQL. V návrhu sa počíta s tým, že celá 
aplikácia aj s databázou budú uložené na zdieľanom úložisku Dropbox. Zabezpeče-
nie bude prebiehať priamo v aplikácii pomocou prihlasovania používateľov ku svo-
jim účtom, pod ktorými budú vykonávané operácie s databázou.  
3.6.1 Use Case Diagram  
V IS sa stretneme s používateľmi, ktorí majú priradené role v poradí od 
najnižšej hodnosti po najvyššiu, a to rola Zamestnanec, Vedenie spoločnosti a Ad-
ministrátor. Každý z používateľov IS môže mať podľa svojeho pracovného zarade-
nia pridelenú jednu až všetky role zároveň, čiže napr. jednateľ spoločnosti bude 
mať pridelenú rolu Zamestnanec i Vedenie spoločnosti zároveň. Zamestnanec má 
prístup k základným činnostiam v IS tak, ako je možné vidieť v Use Case diagrame 
nižšie. Rola Vedenia spoločnosti má na starosti činnosti manažérskeho charakteru v 
podobe rozhodovania o incidentoch, a rola Administrátora má na starosti činnosti 
týkajúce sa správy databázy ako celku, editáciu a pridávanie záznamov do celej 
databáze či správu používateľských účtov. Všetky činnosti priradené k jednotlivých 
rolám je možné vidieť v Use Case diagrame v Prílohe 6. 
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3.6.2 Návrh datového modelu 
Predtým, než začnem pracovať na návrhu samotnej aplikácie, musím vy-
tvoriť databázu - jej štruktúru, pod ktorou budú uchovávané všetky podnikové in-
formácie a dáta. Získavanie informácií bude prebiehať na základe dopytovania apli-
kácie nad samotnou databázou. 
Návrh databáze vychádza z požiadaviek, ktoré sú uvedené v kapitole  2.8.1 
Požiadavky na budúci IS, a zároveň rešpektuje rozsah informácií uchovávaných v 
súčasnom IS. Navrhnutá databáza uchováva údaje o majetku spoločnosti, osobách, 
ako o nájomníkoch tak i zamestnancoch, nájomných zmluvách, dokumentoch k 
zmluve, akými sú predávací protokol či upomienka, platbách a dlhoch za nájom, a v 
neposlednom rade o incidentoch a informáciách súvisiacich s nimi.  
Databáza rozlišuje dva typy osôb, a to zamestnancov a ostatné osoby, ktoré 
prichádzajú do styku so spoločnosťou. Tabuľka "Zamestnanec" má ID zložené z 
prefixu "ZAM" a číselného radu, ďalej obsahuje bežné údaje o zamestnancoch a 
mimo iné údaje o hesle účtu a dátume platnosti účtu. K záznamu o zamestnancovi je 
priradená informácia o jeho roli v zamestnaní a to pomocou väzobnej tabuľky  "Rola 
zamestnanca". Tabuľka "Osoba" má ID zložené z prefixu "OS" a číselného radu a 
tiež obsahuje bežné údaje o osobách. Bežnými údajmi pre obe tabuľky sú údaje o 
mene, tituloch, dokladoch, adrese či emailoch a telefónoch.  
Informácie o majetku sú uchovávané v tabuľke "Byt", tá obsahuje údaje o 
čísle bytu, poschodí, výmere bytu, počte izieb, type kúrenia, druhu nájmu (tržný, 
regulovaný nájom) a kvalite bytu (základná, exkluzívna, pred či po rekonštrukcii). 
Každý byt je priradený k určitému domu pomocou cudzieho kľúča z tabuľky 
"Dom". ID tabuľky "Byt" je zložené z ID tabuľky "Dom" a čísla konkrétneho bytu. 
Tabuľka "Dom" obsahuje popis domu a informácie o adrese a majiteľovi domu. 
Kedže spoločnosť má množstvo dcérijných spoločností, ktoré vlastnia jednotlivé 
domy, každý z týchto domov má iného majiteľa, preto je v tabuľke "Dom" cudzí 
kľúč z tabuľky "Vlastník nehnuteľnosti". Tabuľka "Vlastník nehnuteľnosti" obsahu-
je údaje o adrese, názve, IČ a DIČ vlastníka. Údaje o voľných bytoch sú uchováva-
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né v samostatnej tabuľke "Obsadenosť bytu", v nej sa nachádza údaj o konkrétnom 
byte pod jeho ID spolu s informáciou o aktuálnom stave bytu (Na prenájom, Obsa-
dený), predpokladanej výške nájmu a období, v ktorom je voľný alebo odkedy bude 
voľný. Stav bytu je v tejto tabuľke priradený pomocou cudzieho kľúča z číselníka 
stavov. 
Údaje o nájomných zmluvách sú uchovávané v tabuľke "Nájomná zmluva". 
ID nájomnej zmluvy je zložené z prefixu "NZ" a číselného radu.  Do záznamu o ná-
jomnej zmluve vstupuje byt pomocou ID bytu z tabuľky "Obsadenosť bytu", zá-
znam o nájomnej zmluve ďalej obsahuje informáciu o osobe, ktorá bude zmluvu 
podpisovať (zamestnanec na pozícii Jednateľ), dátumy začiatku a ukončenia ná-
jomného vzťahu, informáciu o výške nájmu a dátume podpisu zmluvy. Nájomník z 
tabuľky "Osoba" je v zmluve uvedený za pomoci väzobnej tabuľky "Nájomný 
vzťah", kde sú uvedené ID osoby a ID nájomnej zmluvy spolu s údajom o roli v 
nájomnom vzťahu (Nájomník, Spolunájomník, Spolubývajúci). K nájomným 
zmluvám sa vedú údaje o platbách v tabuľke "Platby". O platbách sa vedú informá-
cie o variabilnom symbole, dátume prijatia platby a sume platby. Variabilný symbol 
sa zhoduje s ID nájomnej zmluvy a tak je možné každú platbu priradiť ku konkrét-
nej nájomnej zmluve. Popri platbách sa k nájomným zmluvám vedú údaje o dlhoch 
za nájomné zmluvy v tabuľke "Dlh na nájomnom", konkrétne sú tu údaje o dlžnej 
čiastke, penále z dlhu, dátume vzniku a splatnosti dlhu, každý dlh je napojený na 
nájomnú zmluvu cudzím kľúčom z tabuľky "Nájomná zmluva". 
Údaje o incidentoch sú uchovávané v tabuľke "Incidenty" . ID incidentu je 
zložené z prefixu "INC" a číselného radu. Záznamy o incidentoch obsahujú názov, 
popis a dátum vzniku incidentu, ďalej informácie o osobe z tabuľky "Osoba", ktorá 
incident nahlásila a zamestnancoch z tabuľky "Zamestnanec", a tými sú referent, 
ktorý incident zapisuje, schvalovateľ, ktorý schvaľuje riešenie incidentu a riešiteľ, 
ktorému je riešenie incidentu pridelené. Incident obsahuje údaje o stave incidentu 
(Nový incident, Návrh riešenia, Na schválenie riešenia, Zamietnuté riešenie, Schvá-
lené riešenie, Incident vyriešený), type incidentu (Oprava, Havária, Źiadosť o byt, 
Žiadosť o dokumenty, Úradné záležitosti, atď.), priorite a severite incidentu, kde 
tieto údaje pochádzajú z číselníkov. Ďalšími údajmi sú plánovaný a skutočný dátum 
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ukončenia incidentu, odhadované a skutočné náklady na incident, popis riešenia a 
údaj o jeho schválení. K incidentu je priradený údaj o súvzťažnosti k domu či bytu 
pomocou ich ID a taktiež je možné k incidentu pridávať komentáre, ktoré sú v ta-
buľke "Komentáre incidentu". V tabuľke komentárov je cudzí kľúč ID incidentu a 
tak je možné pridávať jeden a viac komentárov ku každému incidentu. Tabuľka 
komentárov ďalej obsahuje údaje o obsahu komentára, dátume jeho vzniku a ID 
zamestnanca ako cudzí kľúč - osoby, ktorá komentár vložila.  
K nájomným zmluvám a incidentom je možné priradiť prílohy a to pomo-
cou väzobnej tabuľky "Prílohy dokumentu", ktorá obsahuje informáciu o prísluš-
nosti k dokumentu (ID incidentu alebo nájomnej zmluvy), údaj o type dokumentu z 
číselníku (Upomienka, Predávací protokol, Fotografia a iné) a ID prílohy samotnej 
z tabuľky "Prílohy". V tabuľke "Prílohy" sa nachádza ID zamestnanca ako cudzí 
kľúč - osoby, ktorá prílohu vložila, názov prílohy, prílohu samotnú ako cestu k sú-
boru na dátovom úložisku a dátum vloženia prílohy.  
Návrh schémy databázy vo forme E-R diagramu vychádza z požiadaviek 
vedenia spoločnosti. V návrhu databáze je použitý štýl zápisu IDEF1X a E-R dia-
gram je možné nájsť v Prílohe 7. 
3.6.3 Návrh funkčného modelu  
V návrhu funkčného modelu budem analyzovať tri hlavné činnosti a proce-
sy, ktoré bude aplikácia zastrešovať. Na návrh jednotlivých činností použijem UML 
diagram aktivity spolu so slovným popisom činností. Týmito  tromi vybranými čin-
nosťami sú prenájom bytu, kontrola platieb a správa incidentov.  
3.6.3.1 Vytvorenie novej nájomnej zmluvy 
Do systému sa zadá požiadavka na vytvorenie novej zmluvy. K novej 
zmluve je potrebné najprv priradiť nájomníka, ten sa vyberie z databázy. Pri absen-
cii záznamu o novom nájomníkovi je nájomník registrovaný do databázy a potom 
doplnený do zmluvy. Nasleduje kontrola údajov na duplicity a správnosť zadania, 
prípadná korekcia údajov. Po zadaní nájomníka sa tejto osobe priradí rola nájomné-
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ho vzťahu "Nájomník". Ďalej sa vyberie byt z množiny bytov voľných k prenájmu, 
podľa statusu bytu "Voľný". Po vybraní bytu je možné zadať k zmluve ostatné úda-
je, akými sú výška nájmu a služieb, dátumy začiatku a ukončenia nájmu, dátum 
podpisu zmluvy a podpisujúcej osoby z vedenia, a takisto i spolubývajúce osoby, 
kde sa vždy každej spolubývajúcej osobe priradí rola nájomného vzťahu "Spolubý-
vajúci", či "Spolunájomník" pokiaľ ide o manželov. Nasleduje kontrola duplicít a 
správnosti zadania údajov. Takto vytvorený dokument je pripravený k tlači, nasle-
duje ďalšia kontrola údajov pred tlačou, po odsúhlasení je možné dokument vytla-
čiť a nechať schváliť a podpísať vedením spoločnosti. Následne na to je nájomník 
pred podpisom zmluvy povinný zložiť kauciu a prvý nájom za byt, pokiaľ uhradí 
nájom a kauciu, môže zmluvu podpísať i nájomník. Ak je zmluva podpísaná oboma 
stranami status bytu sa mení na "Prenajatý" a byt už nefiguruje v tabuľke voľných 
bytov. Nájomná zmluva sa oskenuje a tento naskenovaný dokument sa priradí k 
nájomnej zmluve ako príloha. Nasleduje kontrola údajov a požiadavka na potvrde-
nie transakcie. Ak je niečo nesprávne, zmluva sa môže opraviť a celý postup od 
tlače cez podpis až po nahranie naskenovanej zmluvy sa opakuje. Po potvrdení 
správnosti je vytvorenie novej nájomnej zmluvy dokončené.  Jednotlivé kroky celé-
ho procesu je možné vidieť v UML diagrame aktivity v Prílohe 8. 
3.6.3.2 Kontrola platieb 
Činnosť kontroly platieb začína zadaním požiadavky na kontrolu platieb 
nájomného za nájomné zmluvy k dátumu dňa tejto požiadavky. Pokiaľ v IS neexis-
tuje žiadna nájomná zmluva,  ukáže sa hláška informujúca o tejto skutočnosti . Po-
kiaľ jedna či viac zmlúv existuje prevedie sa kontrola platieb na základe porovnania 
variabilného symbolu platieb s ID nájomných zmlúv, pre každú zmluvu sa vypočíta 
počet mesiacov, kedy malo byť nájomné zaplatené a porovná sa s počtom platieb 
vzťahujúcich sa ku konkrétnej zmluve, respektíve sa porovná suma pohľadávok za 
nájomnú zmluvu k danému dňu so sumou platieb s variabilným symbolom rovným 
s ID nájomnej zmluvy. V prípade nerovnosti týchto dvoch súm sa vypočíta nedopla-
tok za konkrétne mesiace nájmu jednotlivých nájomných zmlúv spolu s celkovou 
sumou dlhu pre každú zmluvu a vypíše ich ako zoznam zmlúv s dlhom na nájme. V 
prípade absencie dlhov na nájme sa táto informácia zobrazí ako hláška. Takýto zoz-
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nam dlhov za nájomné zmluvy je potom možné vytlačiť. V ďalšom kroku nasleduje 
po voľbe používateľa výpočet penále k jednotlivým dlžným čiastkam za nájomné. 
Do zoznamu dlhov za nájomné zmluvy sa pridá stĺpec s výpočtom penále jednotl i-
vých dlžných nájmov za konkrétne mesiace pre každú nájomnú zmluvu a doplní sa 
celková suma penále pre každú zmluvu. Takto pripravený zoznam je možné vytla-
čiť. Nasleduje rozhodnutie používateľa proces kontroly platieb ukončiť alebo gene-
rovať upomienky, ktoré sa pošlú nájomníkom. V prípade, že používateľ zvolí mož-
nosť generovať upomienky, tieto sa vytvoria pre každú nájomnú zmluvu zo zozna-
mu dlhov a penále s tým, že sa k upomienkam a dátam o dlžných čiastkach a penále 
pridá taktiež dátum splatnosti dlhu a penále. Po tomto kroku nasleduje výzva na 
uloženie údajov o dlhoch a penále k nájomným zmluvám. Pri neuložení údajov dô-
jde k ukončeniu kontroly platieb. Po voľbe uloženia údajov o upomienkach, dlž-
ných čiastkach a penále sú takto vygenerované upomienky pripravné k vytlačeniu a 
následnému zaslaniu nájomníkom. Proces kontroly platieb je tak ukončený.  Všetky 
kroky činnosti kontroly platieb sú zobrazené v UML diagrame aktivity v Prílohe 9. 
3.6.3.3 Vytvorenie a riešenie incidentu 
Začiatkom procesu vytvorenia a riešenia incidentu je požiadavka na zápis 
nového incidentu do IS. Je potrebné vyplniť názov, popis, dátum vzniku, typ, refe-
renta, ohlasovateľa a schvalovateľa incidentu a takisto údaje o dotknutej nehnuteľ-
nosti. Nasleduje kontrola zadaných údajov a možnosť korekcie, pokiaľ sa niekde 
vyskytuje chyba. Po odsúhlasení zadaných dát sa zmení stav incidentu na "Nový 
incident" a údaje sa uložia do IS. Incidentu je nutné pre ďalšie spracovanie priradiť 
riešiteľa, tento údaj do incidentu vkladá vedenie spoločnosti, po jeho zadaní vede-
nie určí severitu a prioritu incidentu a tieto údaje sa vložia do IS. Po tomto kroku 
nasleduje kontrola zadaných údajov a je možné ich opraviť. Po prípadnej korekcii a 
potvrdení správnosti dát sa stav incidentu mení na "Návrh riešenia"  a údaje sa ulo-
žia do IS. V ďalšom kroku Referent vyplní plánovaný dátum ukončenia, odhad ná-
kladov a návrh riešenia incidentu. Po zadaní týchto údajov je možné k incidentu 
prikladať komentáre či prílohy. Nasleduje kontrola správnosti údajov a možnosť 
prípadných korekcií dát. Po prípadnej korekcii dát a potvrdení údajov  sa stav inci-
dentu mení na "Na schválenie riešenia" a údaje sa ukladajú do IS. Riešenie je buď 
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schválené vedením alebo vrátené na opravu so stavom "Zamietnuté riešenie". Po 
schválení riešenia je v IS riešenie označené ako "Schválené riešenie". Nasleduje 
možnosť vložiť komentáre či prílohy, v tomto kroku sa  pracuje na vyriešení inci-
dentu. Po tom, čo je incident vyriešený sa do IS zanesú údaje o dátume skutočného 
ukončenia a skutočných nákladoch incidentu. Nasleduje kontrola a prípadná korek-
cia údajov a možnosť vložiť komentáre či prílohy. Po odsúhlasení týchto údajov sa 
stav incidentu mení na "Incident vyriešený" a všetky údaje sa ukladajú do IS. Pro-
ces vytvorenia a riešenia incidentu je tak považovaný za dokončený. Celý proces 
kontroly platieb je graficky znázornený v UML diagrame aktivity v Prílohe 10.  
3.7 Stratégia zavedenia IS 
Navrhujem zvoliť kombináciu nárazovej a pilotnej stratégie zavedenia IS, 
tak ako som už spomenul v kapitole 3.2 Návrh vlastného IS na klúč. Pred samotným 
nasadením nového IS prebehne testovanie IS. Použitá bude časť dát z pôvodného 
IS, ktorá poslúži ako testovací set dát, tento testovací proces bude  trvať 5 dní a za-
hrňuje v sebe testovanie ako také, ladenie chýb a implementáciu prípadných nedos-
tatkov. Po skončení testov sa nasadí ostrá verzia aplikácie, zatiaľ bez dát. Pracovné 
stanice nebude nutné nijak zvlášť pripravovať na nasadenie nového IS, aplikácia 
bude uložená na zdieľanom úložisku Dropbox. Pôvodný IS ešte funguje, no všetky 
novo nadobudnuté dáta sa už nahrávajú do nového IS. Ďalším krokom je príprava 
dát z pôvodného IS, tieto dáta bude  potrebné vytriediť, prečistiť a optimalizovať na 
formát, v ktorom sa prevedú do nového IS. Príprava dát pre import na ostrú verziu 
bude trvať 10 dní, príprava zahrňuje aj naimportovanie dát do nového IS, verifiká-
ciu dát, prípadné korekcie či doplňovanie údajov. Školenie zamestnancov bude pre-
biehať súbežne s prípravou dát, ušetrí sa tak čas a zamestnanci budú mať možnosť 
celých 10 dní pracovať s novým IS a testovať tak ostrú verziu pred nasadením sta-
rých dát. Počas tejto doby už zamestnanci používajú iba nový IS a čaká sa na im-
port dát z pôvodného IS. 10 dní počas ktorých sa priravujú dáta je dostačujúcich pre 
plné zaškolenie všetkých zamestnancov spoločnosti spolu s vedením. Po príprave 
dát nasleduje ich nahranie do nového IS a verifikácia údajov, tým sa zakončí proces 
implementácie a nový IS tak bude možné naplno používať. Pôvodný tabuľkový IS 
bude ponechaný na zdieľanom úložisku Dropbox ako záloha pre budúcu referenciu 
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či kontrolu novo naimportovaných dát. Pre prehľadnosť celého procesu uvádzam 
zhrnutie jednotlivých krokov pri zavádzaní nového IS: 
1) Rozhodnutie vedenia spoločnosti o zaobstaraní nového IS.  
2) Posúdenie možností riešenia nového IS. 
3) Výber vhodného riešenia vedením spoločnosti po zvážení výberu. 
4) Formulácia informačnej stratégie. 
5) Vývoj nového IS na klúč podľa zadania vedenia spoločnosti.  
6) Testovanie nového IS s testovacím setom dát a ladenie chýb.  
7) Zavedenie nového IS. 
8) Príprava dát z pôvodného IS. 
9) Školenie zamestnancov a testovanie ostrej verzie zamestnancami.  
10) Import pripravených dát z pôvodného IS. 
11) Prechod na ostrú prevádzku nového IS, záloha pôvodného IS.  
12) Zhodnotenie výsledkov po zavedení nového IS.  
Dĺžka celého procesu implementácie nového IS by tak nemala presiahnuť 
časový rámec 15 dní. 
3.8 Ekonomická analýza zvoleného riešenia 
V tejto kapitole a nasledujúcich podkapitolách budem návrh nového IS 
analyzovať a zhodnotím ho z hľadiska nákladov na jeho realizáciu a prínosov ply-
núcich z jeho realizácie.  
Posúdením pomeru medzi vynaloženými nákladmi na realizáciu a prínosmi 
z realizácie návrhu nového IS dostaneme údaj o efektivite systému. O efektívnom 
systéme sa dá podľa Kocha hovoriť vtedy, ak systém za vopred daného objemu vy-
naložených vstupov prináša čo najväčší úžitok (KOCH, 2010). 
Veličina nákladov je jednoznačná, rozdiel však nastáva v očakávaní príno-
sov u rôznych záujmových skupín, iné očakávajú majitelia spoločnosti a iné za-
mestnanci. Ako príklad uvediem, že zatiaľ čo majitelia spoločnosti očakávajú od 
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investície jej zhodnotenie a rast spoločnosti, majetku či jej mena, manažérov bude 
zaujímať funkcionalita systému z hľadiska podpory strategického riadenia a za-
mestnanci očakávajú príjemné používateľské prostredie, plynulosť, intuitívnosť a 
zrozumiteľnosť systému. 
3.8.1 Náklady na zavedenie realizovaného návrhu 
V kapitole 3.2 Návrh vlastného IS na klúč som už popísal náklady na im-
plementáciu nového IS. V tejto kapitole uvediem presný popis nákladov a cieľ ich 
vynaloženia.  
Pri riešení vývoja IS na klúč vlastným zamestnancom spoločnosti odpadajú 
náklady na hardware, kedže aplikácia bude uložená na dátovom úložisku Dropbox a 
súčasné pracovné stanice poskytujú dostatočný výkon na jej prevádzku. Náklady na 
hardware sú teda nulové.  
Kedže spoločnosť dátové úložisko Dropbox používa pre svoju bežnú čin-
nosť, náklady na uloženie databáze v zdieľanom priestore sú tu teda tiež nulové. V 
prípade, že by sa do budúcnosti plánovalo previesť aplikáciu na webovú platformu, 
je treba brať do úvahy i náklady na hosting potrebného webového priestoru. V sú-
časnej dobe však spoločnosť využíva webovú prezentáciu, webové stránky spoloč-
nosti sú na platenom hostingu. Je možnosť využiť tento webový priestor i pre pr í-
padnú webovú verziu aplikácie. 
Najväčšiu časť nákladov bude tvoriť vývoj samotnej aplikácie. Podľa od-
hadovanej veľkosti projektu na vývoj IS  a po konzultácii s vedením spoločnosti bol 
objem práce potrebnej na dokončenie aplikácie stanovený na 400 hodín práce. Ho-
dinová sadzba na tento projekt bola po dohode s vedením stanovená vo výške 200, -
Kč/hod. Náklad na vývoj IS na klúč vlastným zamestnancom je vo výške 80.000, -
Kč. Táto cena je dohodnutá zmluvne, a s vedením spoločnosti je dohodnuté za túto 
cenu dodanie plnej verzie aplikácie s požadovanými funkciami, vrátane testovania 
aplikácie pred nasadením. Dodatočnými nákladmi, s ktorými sa v návrhu nepočíta 
sú úpravy aplikácie po nasadení plnej verzie do prevádzky. Jedná sa o opravu chýb, 
doplnenie funkcionality alebo akékoľvek úpravy aplikácie. Môže sa pritom jednať o 
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kozmetické zásahy s nákladom pár tisíc korún, či rozsiahle úpravy kódu, ktoré mô-
žu znamenať náklad rádovo v desaťtisícoch. Optimistická varianta počíta s tým, že 
plná verzia aplikácie bude schopná pokryť požiadavky podniku prvý rok prevádzky 
IS bez ďalších úprav. Pesimistická varianta počíta s úpravami v rozsahu do 200 
hodín práce na doplnenie funkcionality aplikácie v provom roku prevádzky, zname-
ná teda dodatočné potenciálne náklady vo výške 40.000,-Kč. 
Ďalšou nákladovou položkou budú výdaje na zavedenie IS . Proces imple-
mentácie v sebe zahrňuje nasadenie ostrej verzie aplikácie, jej testovanie a ladenie 
chýb objavených pri testovaní, príprava a prevod dát z pôvodného IS, a takisto i 
prvotné školenie zamestnancov na používanie nového IS. Všetky tieto činnosti by 
mali prebiehať zároveň. Po nasadnení IS sú zamestnanci zaškolení na prácu s IS a 
začínajú postupne testovať ostrú verziu. Popri testovaní môže dôjsť k objavení chýb 
a tak prebehne ich ladenie a odstránenie. Zároveň popri testovaní aplikácie zames t-
nancami prebieha príprava dát z pôvodného IS a ich následný prevod do nového IS. 
Cena za nasadenie IS, testovanie a ladenie chýb, prevod dát a školenie zamestnan-
cov bola s vedením dohodnutá na sumu 15.000,-Kč. Optimistická varianta nepočíta 
s ďalšími nákladmi na implementáciu či školenie. Naproti tomu sa v pesimistickej 
variante počíta s úpravami aplikácie a s tým súvisiacim školením zamestnancov na 
oboznámenie sa s novými vlastnosťami či funkcionalitou IS, kde sa náklad na také-
to školenia môže počas prvého roka prevádzky IS vyšplhať na čiastku 15.000,-Kč. 
Plán priebežných školení by mal byť súčasťou informačnej stratégie podniku a mal 
by reflektovať potrebu zaškolenia zamestnancov na zavedené zmeny do IS, preto je 
treba rátať s navýšením nákladov na IS v rámci tejto oblasti i v budúcnosti. 
Po úspešnom nasadení IS musí spoločnosť počítať s nákladmi na jeho pre-
vádzku. S vedením spoločnosti bola zmluvne dohodnutá cena za prevádzku IS v 
prvom roku v sume 20.000,-Kč za celý rok. Rozsah poskytnutých služieb správy IS 
je 100 hodín ročne. Správou IS je myslené zabezpečovanie prevádzky a funkčnosti 
IS, úpravy aplikácie pri zistení chýb a ich ladenie, uvedenie IS do prevádzky 
schopného stavu. Správa IS bude vykonávaná zamestnancom popri pracovnej dobe, 
tým sa dosiahne najnižšej možnej reakčnej doby na incidenty a technická podpora 
aplikácie bude k dispozícii po celý a každý pracovný deň, kedy je aplikácia využí-
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vaná. Optimistická varianta nepredpokladá prekročenie stanoveného rozsahu 100 
hodín ročne na správu a zabezpečovanie prevádzky IS. Pesimistická varianta pred-
pokladá prekročenie tohto rozsahu o ďalších 100 hodín, na ktoré bude náklad 
ďalších 20.000,-Kč ročne. 
Ďalšou položkou, ktorá môže navýšiť náklady, je vytvorenie metodík, no-
riem, smerníc, či lepšie povedané informačnej stratégie. V kapitole 3.5 Informačná 
stratégia som spomenul, že jej vytvorenie a komunikáciu medzi zamestnancov si 
zoberie na starosť vedenie spoločnosti, predpokladané náklady sú teda nulové.  
V poslednom rade netreba zabudnúť na skryté náklady. O skrytých nákla-
doch môžeme hovoriť v prípade akejkoľvek zmeny na IS. Či už priamo v aplikácii 
alebo v prevádzke IS, či napríklad neočakávaných výdajov na obnovu hardware 
alebo či výdaje na odstránenie následkov živelných pohrôm alebo havárií . V týchto 
jednotlivých prípadoch sa výška nákladov nedá predpovedať, je však doporučené 
pre takéto prípady počítať s rezervou, ktorá by bola schopná takéto vydaje pokryť, i 
keď len čiastočne, zníži sa tak pôsobenie rizika. Rezerva pre neočakávané udalosti 
by sa mala vytvoriť ako pre pesimistickú, tak i pre optimistickú variantu. Po kon-
zultácii s vedením spoločnosti je odhad potrebnej rezervy vo výške 30.000,-Kč na 
prvý rok prevádzky IS, s tým, že pri nevyužití rezervy v prvom roku sa v plnej su-
me prevedie do ďalšieho obdobia. 
Pre zhrnutie optimistickej i pesimistickej varianty nákladov uvádzam obe 
prehľadne v nasledujúcich tabuľkách: 
Položka Suma 
Náklady ná vývoj a testovanie IS 80.000,-Kč 
Náklady na nasadenie a testovanie IS, prevod dát a školenie zamestnan-
cov 
15.000,-Kč 
Náklady na správu IS a údržbu aplikácie v 1. roku prevádzky 20.000,-Kč 
Rezerva na neočakávané udalosti 30.000,-Kč 
Náklady celkom 145.000,-Kč 
Tabuľka 19: Celkové náklady na IS - optimistická varianta bez DPH (Zdroj: Vlastná tvorba) 
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Položka Suma 
Náklady ná vývoj a testovanie IS 80.000,-Kč 
Náklady na dodatočné úpravy IS 40.000,-Kč 
Náklady na nasadenie a testovanie IS, prevod dát a školenie zamestnan-
cov 
15.000,-Kč 
Náklady na dodatočné školenie zamestnancov - dodatočné úpravy IS 15.000,-Kč 
Náklady na správu IS a údržbu aplikácie v 1. roku prevádzky 20.000,-Kč 
Náklady na navýšenie rozsahu údržby aplikácie v 1. roku prevádzky 20.000,-Kč 
Rezerva na neočakávané udalosti 30.000,-Kč 
Náklady celkom 220.000,-Kč 
Tabuľka 20: Celkové náklady na IS - pesimistická varianta bez DPH (Zdroj: Vlastná tvorba) 
Z Tabuliek 19 a 20 je vidieť, že na realizáciu optimistickej varianty by boli 
náklady v prvom roku vo výške 145.000,-Kč a na realizáciu pesimistickej by sa 
výška nákladov vyšplhala na 220.000,-Kč. Po prvom roku prevádzky by sa mohli 
náklady na prevádzku IS pohybovať v rozmedzí od 20.000,-Kč do 40.000,-Kč. 
Výška nákladov na prevádzku však závisí od mnohých faktorov, preto by bola 
predpoveď nákladov presnejšia po zhodnotení nákladov po prvom roku prevádzky 
IS. Pre minimalizáciu neočakávaných výdajov by bolo vhodné preskúmať riziká 
realizovaného návrhu a ich dopad na celý projekt. 
3.8.2 Riziká realizovaného návrhu 
Riziká sú súčasťou každého projektu. Tento fakt sa týka i  implementácie 
IS, či zmenách na IS. Riziká sa môžu vyskytnúť s rôznou pravdepodobnosťou 
a takisto ich dopad na výsledok projektu môže byť rôzny. Preto som v návrhu nasa-
denia IS analyzoval i možnosť výskytu takýchto rizík a ich dopad. V nasledujúcej 
tabuľke sú zobrazené Riziká, Pravdepodobnosť výskytu rizika a  Dopad na projekt 
každého z nich. Ohodnotenie pravdepodobnosti a dopadu je slovné spolu s číslenou 
hodnotou a môže nadobudnúť hodnoty Nízka/y (1), Malá/ý (2), Stredná/ý (3), Väč-
šia/í (4) a Vysoká/ý (5). Vynásobením číselnej hodnoty pravdepodobnosti výskytu 
a dopadu rizika dostaneme hodnotu indexu kritickosti rizika, podľa ktorej sa riziká 
zoradia od toho najvážnejšieho po to najmenej kritické. V poslednom stĺpci je uve-
dený prístup k riziku. 
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Riziko 
Pravdepodobnosť 
výskytu rizika 
Dopad rizika na 
projekt 
Index kri-
tickosti 
rizika 
Prístup k 
riziku 
Časové prieťahy v 
realizácii projektu 
Vačšia Vysoký 20 eliminácia 
Neočakávané výda-
je - havárie, poru-
chy, dodatočné 
zmeny na IS 
Stredná Vysoký 15 
poistenie, 
mitigácia 
Chyby v dátach 
prenesených z pô-
vodného IS 
Malá Vysoký 10 eliminácia 
Nedostatočné zna-
losti zamestnancov 
k používaniu IS 
Malá Väčší 8 mitigácia 
Neprijatie zmien IS 
zamestnancami 
Malá Stredný 6 
poistenie, 
mitigácia 
Nedostatočná funk-
cionalita IS 
Nízka Vysoký 5 eliminácia 
Tabuľka 21: Riziká projektu nasadenia IS (Zdroj: Vlastná tvorba) 
Ďalším krokom po analýze rizík je určenie nákladov, ktoré riziko spôsobí, 
a nákladov na jeho odstránenie, a to pre prípad, že by boli náklady na odstránenie 
vyššie než náklady rizika samotného. Ďalej je treba návrhnúť opatrenia na zmenše-
nie rizík a zníženie dopadu rizík na projekt a s tým súvisiace priradenie zodpoved-
nosti za tieto úkony konkrétnej osobe, ktorá bude v rámci procesu riadenia rizík 
zodpovedná za vykonávanie týchto preventívnych či nápravných opatrení. 
Navrhnuté opatrenia z Tabuľky 22 je potrebné implemetovať do procesu 
nasadenia IS. Iba tak je možné efektívne rizikám predchádzať alebo ich obmedzo-
vať. Tomuto procesu je nutné venovať obzvlásť veľkú pozornosť, neopatrným za-
vedením opatrení by mohlo dôjsť k väčším škodám, než z pôsobenia samotného 
rizika. Preto je dôležitý proces sledovania rizík a neustáleho plánovania protiopa t-
rení. Pred, počas i po ukončení projektu je nutné tieto riziká kontrolovať, pravidel-
ne každý týždeň, a z prípadnej spätnej väzby vyvodiť náležité opatrenia, či zmeniť 
tie súčasné (SMEJKAL, RAIS, 2013). 
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Riziko 
Náklady 
rizika 
Náklady na 
odstránenie 
rizika 
Protiopatrenie Zodpovednosť 
Časové prieťahy 
v realizácii pro-
jektu 
20.000,-Kč 
v rámci nákla-
dov na reali-
záciu projektu 
presné plánovanie 
realizácie projektu a 
vhodne zvolené 
činnosti, časové 
rezervy, kontrola 
plánu oproti skutoč-
nosti 
vedenie spoloč-
nosti - počas plá-
novania, imple-
mentátor IS - po-
čas nasadzovania 
IS 
Neočakávané 
výdaje - havárie, 
poruchy, doda-
točné zmeny na 
IS 
30.000,-Kč 
v rámci nákla-
dov na reali-
záciu projektu, 
čerpanie z 
rezervy - 
10.000,- až 
30.000,-Kč 
vypracovanie opti-
mistickej a pesimis-
tickej varianty roz-
počtu, vyhradenie 
finančnej rezervy na 
projekt 
vedenie spoloč-
nosti - plánovanie 
rozpočtu, imple-
mentátor IS - plá-
novanie stratégie 
nasadenia IS 
Chyby v dátach 
prenesených z 
pôvodného IS 
20.000,-Kč 5.000,-Kč 
dôraz na kvalitu 
konverzie dát, kon-
trola dát pred i po 
prenesení do nového 
IS, záloha dát pô-
vodného IS 
implementátor IS 
Nedostatočné 
znalosti zamest-
nancov k použí-
vaniu nového IS 
15.000,-Kč 10.000,-Kč 
precízne školenie 
zamestnancov na 
nový IS, priebežné 
zvyšovanie odbornej 
znalosti zamestnan-
cov 
vedenie spoloč-
nosti - priebežné 
školenia, imple-
mentátor IS - ško-
lenia na nový IS 
Neprijatie zmien 
IS zamestnan-
cami 
0,-Kč 5.000,-Kč 
komunikácia so 
zamestnancami, 
školenie 
vedenie spoloč-
nosti 
Nedostatočná 
funkcionalita IS 
20.000,-Kč 
v rámci nákla-
dov na pre-
vádzku IS - 
5.000,- až 
20.000,-Kč 
precízny návrh IS 
podľa požiadaviek 
spoločnosti, prispô-
sobenie IS počas 
jeho vývoja na aktu-
álne požiadavky 
spoločnosti, testo-
vanie IS pred nasa-
dením 
implementátor IS 
Tabuľka 22: Opatrenia rizík (Zdroj: Vlastná tvorba) 
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3.8.3 Prínosy zavedenia realizovaného návrhu  
Aby som mohol návrh systému na záver ekonomicky zhodnotiť, musím 
okrem výdajov na IS ohodnotiť i prínosy plynúce zo zavedenia IS. Pri teoretickom 
projekte zavedenia IS je celkom zložité presne kvantifikovať prínosy, tie sa prejavia 
až po určitej dobe od zavedenia IS. Z návrhu IS a jeho zavedenia však môžeme cel-
kom dobre predpovedať kvalitatívne prínosy. Prínosy finančného charakteru budú 
iba vo forme subjektívneho odhadu. V nasledujúcich dvoch podkapitolách načrtnem 
prínosy z kvalitatívneho i kvantitatívneho hľadiska (KOCH, ONDRÁK, 2008).  
3.8.3.1 Prínosy realizovaného návrhu z kvalitatívneho hľadiska 
Medzi hlavné prínosy plynúce zo zavedenia nového IS ovplyvňujúce čin-
nosť spoločnosti z pohľadu procesov a používateľov IS patrí: 
 zjednotenie správy dát do komplexného IS, centrálna správa dát zaručuje 
jednoznačnosť, prehľadnosť a korektnosť informácií naprieč celým IS, 
 jednoduché a centralizované prehľady ekonomických i štatistických údajov 
pre rôzne oblasti podniku – opravy, náklady, platby, dlhy, incidenty, atď., 
 zavedenie jednoznačnej a zrozumiteľnej informačnej stratégie, podľa ktorej 
sa bude riadiť oblasť IS/IT podniku, 
 zvýšenie efektivity využitia zdrojov v podnikových procesoch zavedením 
automatizácie - vyhotovenie nájomných zmlúv, import a kontrola platieb, 
generovanie upomienok, atď., 
 zvýšenie produktivity práce odborným školením zamestnancov a zavede-
ním vyššie uvedenej automatizácie,  
 zníženie času potrebného na prácu a dohľadanie informácií pri každodennej 
činnosti zamestnancov s IS, 
 priradenie zodpovednosti za úkony prevedené v IS zavedením používateľ-
ských účtov, 
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 jednoduchosť a používateľská prívetivosť IS – IS, ktorý spĺňa požiadavky 
vedenia spoločnosti i zamestnancov. 
Vo všeobecnosti je hlavným prínosom zvýšenie kvality práce v spoločnos-
ti, zvýšenie efektivity vykonávaných procesov a zvýšenie produktivity práce. Tu 
hrá hlavnú úlohu implementácia centrálnej správy dát a automatizácia procesov. 
3.8.3.2 Prínosy realizovaného návrhu z ekonomického hľadiska 
Kvantitatívne vyčísliteľné prínosy sú spojené so znížením nákladov 
na pracovné činnosti a procesy spoločnosti, ktoré sú vykonávané v IS. Sú nimi čin-
nosti vyhotovenia nájomných zmlúv či upomienok, importu platieb a kontroly pla-
tieb za nájomné. Proces riešenia incidentu i po zavedení automatizácie neprináša 
úsporu času a to vďaka svojej povahe a mnohým úkonom v rámci tohto procesu, 
kde nie je možné stanoviť presný čas potrebný na tento proces či čiastkové úkony 
a zároveň neexistujú dva rovnaké incidenty a preto je porovnávanie zložité. 
V Tabuľke 23 môžeme vidieť jednotlivé činnosti, počet úkonov za mesiac, 
ich časovú náročnosť pre pôvodný i nový IS a z toho plynúcu úsporu vyjadrenú 
v čase i nákladoch za mesiac i rok. Pri výpočtoch úspory sa počíta s hodinovou 
mzdou pracovníka vykonávajúceho tieto činnosti vo výške 100,-Kč/hodinu. 
Úspora ná-
kladov 
Počet 
úkonov 
za me-
siac 
Časová 
náročnosť 
na úkon v 
pôvodnom 
IS 
[hod.] 
Časová 
náročnosť 
na úkon v 
novom IS  
[hod.] 
Úspora 
času za 
mesiac 
 
[hod.] 
Úspora 
nákladov 
za mesiac 
Úspora 
času za 
rok  
 
[hod.] 
Úspora 
nákladov 
za rok 
Vyhotovenie 
nájomných 
zmlúv 
15 2 0,5 22,5 2 250 Kč 270 27 000 Kč 
Vyhotovenie 
upomienok 
40 1 0,2 32 3 200 Kč 384 38 400 Kč 
Kontrola 
platieb ná-
jomného 
4 8 0,5 30 3 000 Kč 360 36 000 Kč 
Import pla-
tieb z banko-
vého výpisu 
1 16 0,3 15,7 1 570 Kč 188,4 18 840 Kč 
Spolu 27 1,5 100,2 10 020 Kč 1202,4 120 240 Kč 
Tabuľka 23: Úspora nákladov zavedením nového IS (Zdroj: Vlastná tvorba) 
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Očakávaný prínos v znížení nákladov na vykonávané činnosti je 120.240,-
Kč za rok, mesačne je to niečo vyše desať tisíc Kč. Úspora času na vykonávané 
činnosti je 100 hodín za mesiac, čo predstavuje približne 62% celkového fondu pra-
covného času jedného zamestnanca. 
3.9 Zhodnotenie realizovaného návrhu  
Ekonomický výsledok zavedenia realizovaného návrhu IS závisí od mnoho 
faktorov, preto boli náklady na jeho zavedenie vypočítené v pesimistickej i optimis-
tickej variante. Ďalším faktorom ovplyvňujúcim ekonomický výsledok zavedenia IS 
sú jeho prínosy a ich vyčíslenie v peňažnej podobe. Počiatočná investícia v prvom 
roku prevádzky IS je vyčíslená v rozmedzí od 145.000,-Kč do 220.000,-Kč, v 
ďalšom roku prevádzky sa náklady znížia a budú vynaložené iba na prevádzku IS 
a to v sume od 20.000,-Kč do 40.000,-Kč, tak ako som uviedol v kapitole 3.8.1 Ná-
klady na zavedenie realizovaného návrhu. Prínosy plynúce zo zavedenia IS by mali 
byť konštatné, ba dokonca by sa mali po zabehnutí IS zvýšiť a  to vďaka navyknutiu 
zamestnancov na nový IS a vzhľadom k možnosti vylepšovania IS počas jeho pre-
vádzky a zvyšovania miery automatizácie procesov sa môžu jednotlivé procesy 
a činnosti vykonávané v IS urýchliť, a to v nemalej miere. 
Návratnosť investície optimistickej varianty - ROI 
Náklady na optimistickú variantu investície v 1. roku sú 145.000,-Kč, oča-
kávaný prínos v znížení nákladov na vykonávané činnosti zo zavedenia nového IS, 
kde dôjde k úspore času na prácu s IS a tým k zvýšeniu produktivity zamestnancov, 
je vyčíslený na sumu 120.240,-Kč, ROI = 82,92%, očakávaná návratnosť vložených 
investícií pri optimistickej variante sa tak odhaduje na 15 mesiacov.  
Návratnosť investície pesimistickej varianty - ROI 
Náklady na pesimistickú variantu investície v 1. roku sú 220 .000,-Kč, oča-
kávaný prínos v znížení nákladov na vykonávané činnosti zo zavedenia nového IS 
je i pri tejto variante rovnaký a to v sume 120.240,-Kč, ROI = 54,65%, očakávaná 
návratnosť pesimistickej varianty investície sa tak odhaduje na 23 mesiacov. 
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Z informácií zistených v tejto kapitole vyplýva, že investované finančné 
prostriedky na zavedenie nového IS a s tým súviasicich činností sa spoločnosti vrá-
tia v časovom rozpätí od 15 do 23 mesiacov, teda do dvoch rokov od zavedenia pri 
naplnení predpovede pesimistickej varianty. Pokiaľ sa spoločnosť rozhodne pre 
realizáciu zavedenia IS podľa navrhovaného riešenia, získa moderný a  efektívny IS 
podľa potrieb spoločnosti a vďaka jeho flexibilite a modulárnosti bude pripravený 
na ďalší rozvoj v prípade rastu spoločnosti. 
3.9.1 Kroky do budúcnosti - príležitosti na vylepšenie 
Výhľadovo do budúcnosti vidím možnosť vylepšiť IS v oblasti zabezpeče-
nia používateľských účtov a bezpečnosti všeobecne. Ďalšie kroky v tejto oblasti by 
sa dali realizovať v zabezpečení aplikácie samotnej a vylepšenia prihlasovania sa 
do aplikácie či autentifikácii používateľov, keďže tejto oblasti nebolo v návrhu ve-
nované dostatok priestoru. 
Ďalšou oblasťou rozvoja je vývoj webového klienta, zlepšila by sa tak mo-
bilita používateľov, ale toto vylepšenie v sebe skrýva nástrahy v oblasti zabezpeče-
nia, ktorej by bola treba venovať veľkú pozornosť, keďže dáta v  aplikácii sú neraz 
citlivé údaje o používateľoch a podnikových dátach. 
Do tretice je ďalšou oblasťou pre vylepšenie samotná funkcionalita apliká-
cie, a to konkrétne doplnenie IS o funkciu spracovania ročných vyúčtovaní energií, 
kde by sa v IS doplnili tabuľky spravujúce informácie o stavoch meračov energií, 
ktoré sa teraz uchovávajú iba v podobe príloh k nájomným zmluvám v podobe sú-
borov. IS je na implementáciu tejto funkcionality pripravaný, ale vzhľadom k tomu, 
že spoločnosť dnes rieši vyúčtovanie energií pre byty za pomoci externej spoloč-
nosti outsourcingom, nebola táto funkcionalita ani v požiadavkách spoločnosti na 
IS. Do budúcnosti by sa však situácia mohla zmeniť a preto je na toto rozšírenie IS 
pripravený, podobne ako i na iné vylepšenia. 
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Záver  
Cieľom mojej diplomovej práce je návrh databázového informačného sys-
tému na kľúč pre vybranú spoločnosť, a to s ohľadom na zadané požiadavky vede-
nia spoločnosti Dolfin AM, s. r. o. V teoretickej časti práce som sa zameral na vy-
svetlenie pojmov súvisiacich so zavádzaním IS do podnikov, vysvetlenie problema-
tiky informačných systémov a objasnenie rôznych metód používaných pri analýze 
IS spoločnosti či pri následnom návrhu nového IS. V analytickej časti, v ktorej som 
sa zameral na zhodnotenie súčasného IS a spoločnosti ako takej, som použil metódy 
7S, SWOT či HOS2009 a na základe ich výsledkov som spolu s vedením spoloč-
nosti stanovil požiadavky na nový informačný systém. V návrhovej časti som po-
tom na základe týchto hodnotení predstavil dve možné riešenia, z  ktorých vedenie 
spoločnosti po ich zhodnotení vybralo jedno z nich. Vybrané riešenie, v tomto prí-
pade návrh IS na klúč, som následnej rozpracoval do podrobností a to pomocou 
kombinácie slovného popisu a rôznych diagramov, a to konkrétne E-R diagramu, 
EPC diagramu a RACI matíc, Use case diagramu a UML diagramu aktivity. Po-
sledná časť práce sa venuje zhodnoteniu návrhu, a to pomocou porovnania vynalo-
žených nákladov a prínosov za zavedenia riešenia. Prínosy boli vyčíslené vo forme 
ušetrených nákladov na činnosti a procesy vykonávané pomocou IS, kde by došlo 
k zvýšeniu efektivity práve vďaka zavedeniu nového IS.  
Na záver by som rád skonštatoval, že mnou navrhnuté riešenie splnilo cieľ, 
ktorý bol stanovený na začiatku, a teda navrhnutie databázového informačného sys-
tému na kľúč pre vybranú spoločnosť, kde som preukázal, že navrhované riešenie 
nielen, že spĺňa požiadavky stanovené vedením spoločnosti, ale je aj návratnou in-
vestíciou do rozvoja informačných technológií spoločnosti . Verím, že moja práca 
pomôže i ostatným zorientovať sa v problematike informačných systémov a bude 
inšpiráciou pre iných, ktorí sa chystajú realizovať podobné riešenie .  
Rád by som poznamenal, že technológie informačných systémov idú stále 
dopredu, a aj keď bolo mnou navrhnuté riešenie vypracované podľa dnešných po-
trieb spoločnosti, nesmie sa zabúdať na tento technologický pokrok a  zároveň s ním 
je nutné informačný systém akejkoľvek spoločnosti je vhodné priebežne vylepšovať 
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a ohľadom na technologický pokrok, zároveň je však potrebné posúdiť potrebu 
týchto vylepšení s ohľadom na procesy spoločnosti a možnosti zákazníka , lebo iba 
tak sa môže takýto informačný systém stať vitálnou časťou podniku  a prispievať 
k rozvoju a rastu spoločnosti. 
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Príloha 1: EPC diagram - Evidencia nového nájomníka (Zdroj: Vlastná tvorba) 
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Príloha 2: EPC diagram - Prenájom bytu nájomníkovi (Zdroj: Vlastná tvorba) 
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Príloha 3: EPC diagram - Fyzické predanie/prevzatie bytu s nájomníkom (Zdroj: Vlastná tvorba) 
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Príloha 4: EPC diagram - Riešenie incidentu s nájomníkom/osobou (Zdroj: Vlastná tvorba) 
  
  
  
  
  
  
  
  
 
  
Príloha 5: Dotazník analýzy HOS2009 (NEUWIRTH, 2009) (Zdroj: Vlastná tvorba) 
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Príloha 9: UML diagram aktivity - kontrola platieb (Zdroj: Vlastná tvorba) 
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