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GLOSARIO

CanBus: (Controller Area Network). Protocolo de comunicaciones basado en bus
de campo para la trasmisión en sistemas distribuidos.
Ethernet: Estándar en trasmisión de datos y comunicaciones con redes LAN.
HTTP: (Hypertext Transfer Protocol) es el protocolo de comunicación que permite
las transferencias de información en la World Wide Web (www).
IoT: (Internet of Things). Internet de las cosas.
JSON: (Java Script Object Notification) Formato de texto ligero para el intercambio
de datos.
LAN: (Local Area Network). Red de área local.
MCB: (Main Control Board). Tarjeta de control para ascensores.
Modbus RTU: (Protocolo de comunicación entre dispositivos basado en maestro esclavo)
MTU: (Master Terminal Unit). Unidad terminal maestra. Este término ha sido
comúnmente utilizado para designar al sistema electrónico de computación que
adquiere toda la data procedente de las unidades terminales remotas y que la
presenta de una forma a una RTU para ejecutar una acción de control remoto
MQTT: (Message Queue Telemetry Transport). Protocolo usado para la
comunicación machine-to-machine (M2M) en la “IoT” ("Internet of Things")
M2M: (Machine to machine). Término utilizado para conexiones entre máquinas.
PLC: (Programmable Logic Controler). Controlador lógico programable.
PROFINET: (Process Field Net). Protocolo de red industrial basado en Ethernet.

PUTTY: Emulador de terminal para iniciar Linux desde una consola en el sistema
operativo Windows, soporta varios protocolos.
PYTHON: Lenguaje de programación del sistema operativo Linux para Raspberry
Pi.
RASPI: Abreviatura para Raspberry PI.
RTU: (Remote Terminal Unit - Unidad Terminal Remota) es un dispositivo basado
en microprocesadores, el cual permite obtener señales independientes de los
procesos y enviar la información a un sitio remoto para su procesamiento.
SSH: (Secure Shell) Protocolo para acceder a servidores privados.
VFD: (Variable Frecuency) Drive Variador de frecuencia o variador de velocidad.

RESUMEN

Este proyecto está enfocado al monitoreo de dispositivos electrónicos que controlan
las maniobras de los ascensores para pasajeros, usando la red de comunicaciones
móviles y a través de una interfaz sencilla en una plataforma en internet. Dentro de
los dispositivos electrónicos importantes en las maniobras de control en ascensores
se encuentran las tarjetas de control MCB (Main Circuit Board), estas tarjetas
constan de un microprocesador, entradas y salidas tanto digitales como analógicas.
En estos últimos años, gracias a los avances tecnológicos se encuentran tarjetas
con puertos de comunicación serial para que puedan ser monitoreadas las
maniobras de control. Otro dispositivo importante en la etapa de potencia son los
VFD (Variable Frequency Drive - variadores de frecuencia), estos dispositivos
controlan la velocidad, la aceleración, los tiempos de frenado, entre otros, de las
maquinas eléctricas de tracción del ascensor. Estos dispositivos también cuentan
con puertos de comunicación serial y serán vitales en el desarrollo de este proyecto
ya que por medio de estos podemos acceder a los registros de los parámetros de
cada una de las funciones de este, logrando así cambiar algún parámetro importante
de las funciones del VFD, o también darle un “reset” al dispositivo en caso de ser
necesario, todo esto desde internet. Con una interfaz gráfica y desde un pc, Tablet
o dispositivo móvil, se tendrá la posibilidad de visualizar en tiempo real el estado de
cada una de las variables de dichos dispositivos, así como ver su comportamiento
histórico y sus alarmas si ocurre una avería, para así facilitar las tareas de
mantenimientos preventivos y correctivos del sistema de control.
Palabras clave: MONITOREO, ASCENSOR, INTERFAZ, BUS DE CAMPO,
MANTENIMIENTO, SISTEMA DE CONTROL.

ABSTRACT

This project is focused on the monitoring of electronic devices that control the
maneuvers of passenger lifts, using the mobile communications network and
through a simple interface on an internet platform. Among the important electronic
devices in control maneuvers elevators are cards Control MCB (Main Circuit Board),
these cards consist of a microprocessor, inputs and both digital and analog outputs.
In recent years, thanks to technological advances are cards with serial
communication ports that can be monitored to control maneuvers. Another important
device in the power stage are the VFD variable frequency drive, these devices
control the speed, acceleration, braking times, among others, electrical machines
traction elevator. These devices also have serial communication ports and will be
vital in the development of this project because through these can access the
records of the parameters of each of the functions of this, achieving change some
important functions parameter VFD, or also give a "reset" the device if necessary,
all from the Internet. With a graphical interface and a PC, tablet or mobile device,
the ability to view real-time status of each of the variables of such devices will, and
see their historical behavior and alarms if a fault occurs, for facilitate the tasks of
preventive and corrective maintenance control system.

INTRODUCCIÓN

Las nuevas tecnologías en las telecomunicaciones, y las diferentes herramientas y
aplicaciones existentes brindan posibilidades más eficientes para la obtención,
procesamiento y transporte de la información en todo tipo de entornos que requieran
acceso a ésta de forma constante. En el caso de la industria, el acceso a la
información es indispensable para el monitoreo y control de los diferentes procesos
y, por ende, para la optimización de los recursos, la calidad y la eficiencia. Por éstas
razones es importante contar con un sistema de comunicaciones que, integrando
herramientas de hardware y software, permita el acceso instantáneo y continuo a la
información de la planta y su monitoreo y control de forma remota desde cualquier
lugar del mundo. La integración de diferentes protocolos de comunicaciones con
sistemas de instrumentación y control, puede permitir soluciones innovadoras, que
respondan a requerimientos específicos, de tal manera que se optimicen los
recursos de acuerdo con las tendencias tecnológicas actuales.1
Un sistema de monitoreo es necesario e importante para un proceso industrial que
involucre maquinas electromecánicas, sensores y sistemas de control, de donde
podemos obtener información detallada de cada uno de los dispositivos que
componen dichos sistemas, con la finalidad de conocer el estado de las variables
involucradas y poder tener acceso a un sistema o plataforma que permita supervisar
y tener control sobre los dispositivos que actúan y almacenan los datos del sistema.
Toda clase de ascensores son vulnerables a distintos tipos de fallas ya sean
eléctricas o mecánicas debido a su uso diario y su excesiva manipulación.
Comúnmente los sistemas de control de ascensores sufren daños por sobre voltajes
de red, picos de corriente elevados a la salida de los variadores de velocidad, o por
fallas comunes como el bloqueo de una puerta, o por el deslizamiento de las guayas
en las poleas tracción del ascensor por exceso de carga; estos equipos pueden
fallar de forma progresiva dependiendo de la manipulación que se le brinda a diario
y es molesto y poco favorable tener un equipo parado o averiado tanto para el
usuario como para la compañía que representa el ascensor, ya que el equipo puede
durar un tiempo fuera de servicio mientras un técnico llega a solucionar el problema,
generando altos costos para las compañías de ascensores y molestias en tiempo y
reparación para los residentes de los edificios.

1

Rodriguez, A. (2012). Sistemas SCADA. España: Alfaomega.
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Este proyecto parte de la idea de hacer uso de la tecnología y los avances en
comunicaciones industriales, la implementación de la IoT (Internet of Things) y la
compatibilidad entre dispositivos de diferentes fabricantes. Después conocer
distintos equipos industriales para el control de ascensores se afirma que la gran
mayoría de los más modernos cuenta con puertos de comunicación bajo protocolos
conocidos y utilizados comúnmente en la industria, de tal manera que se pueda
diseñar e implementar un sistema de monitoreo basado en Raspberry Pi y una
plataforma para tener acceso a las variables que van a ser supervisadas.
Principalmente se establecen los protocolos necesarios e importantes para la
comunicación entre la unidad terminal remota (RTU) y la tarjeta de control de un
ascensor que para este caso será un PLC previamente programado como MCB
(Main Circuit Board) o tarjeta de control de ascensor. Posteriormente se llevara a
cabo la comunicación entre el PLC que hará de maestro y el variador de frecuencia
(VFD) será el esclavo. La gran mayoría de los variadores de frecuencia cuentan con
protocolos industriales y un mapeo de los registros que corresponden a los
parámetros para la configuración del mismo, esto es de gran ayuda para poder
acceder a controlar parámetros importantes de los variadores de velocidad.
El hardware, contará con los módulos de comunicación necesarios, en este caso la
RasPi estará equipada con un módulo de comunicación RS-485 y un módulo GSM
para trasmitir los datos a un servidor en la nube. Este dispositivo cuenta con un
sistema operativo basado en Linux, allí una consola de programación viene preinstalada para configurar y programar la RasPi en lenguaje Python.
Contando con un servicio de almacenamiento de datos en la nube, se diseña una
plataforma con una interfaz donde uno o más usuarios puedan acceder a monitorear
cada una de las variables con distintos permisos de acceso. Dicho sistema estará
en capacidad de monitorear variables importantes en las maniobras de control de
los ascensores integrados al sistema, mostrando esta información con un retraso
de tiempo admisible según el estado y cobertura de la red. La tensión, corriente de
arranque, cambios de velocidad, temperatura de la máquina, entre otras variables
destacables, serán monitoreadas en la etapa de potencia. En la etapa de control se
podrá tener información del estado de las entradas y salidas en las tarjetas de
control, se podrán observar las averías en las tarjetas y los variadores de velocidad,
por medio de un código de fallos que estos mismos dispositivos utilizan y que se
encuentran especificados en los manuales de los mismos, esto con el fin de lograr
identificar cada fallo para la toma de decisiones y corrección de la averías.

2

1. SISTEMA DE SUPERVISIÓN Y MONITOREO PARA DISPOSITIVOS DE
CONTROL DE ASCENSORES

1.1

MARCO TEÓRICO

1.1.1 Componentes básicos de un ascensor
El ascensor es un sistema de transporte vertical diseñado para movilizar personas
o bienes ya sea en un edificio o en construcciones subterráneas. Está conformado
con partes eléctricas, mecánicas y electrónicas que funcionan conjuntamente para
lograr un medio seguro de movilidad. Sus capacidades y funciones varían en el uso
al que estén sometidos, estos usos pueden ser residenciales, comerciales o
industriales.
Básicamente existen dos clases de ascensores para pasajeros, hidráulicos y
eléctricos, las diferencias radican en la capacidad y en la complejidad de la
instalación siendo el segundo más complejo en su instalación ya que sus
componentes son más rígidos y en cuanto a mantenimiento son más vulnerables a
fugas o averías en su central o grupo hidráulico. También existen diferentes tipos
de configuraciones para los ascensores eléctricos, dependiendo la capacidad de los
pasajeros o el espacio que tenga el foso o hueco donde va instalado el ascensor. 2
El ascensor para pasajeros debe cumplir con los criterios establecidos para la
construcción citada en la norma técnica colombiana NTC 2769-4 donde se
encuentran las reglas de seguridad para la construcción e instalación de ascensores
para pasajeros. Ese proyecto está enfocado en los ascensores para pasajeros
eléctricos, ya que a nivel internacional la gran mayoría son de este tipo y por
tecnología son los más eficientes. En la figura 1 se encuentran las partes más
importantes de un ascensor eléctrico para pasajeros, destacando los elementos
más relevantes y los cuales se tuvieron en cuenta para el desarrollo de este
proyecto.

2

Tedesco, C. F. (2010). Ascensores electricos y variadores de velocidad. Argentina: Tecnibook.

3

Figura 1. Componentes de un ascensor

Fuente. https://plus.google.com/114850548544633128297/posts/czmJ1o1ZUmX
En la tabla 1 se indica la descripción de cada uno de los componentes más
importantes del ascensor eléctrico para pasajeros.

4

Tabla 1. Descripción de los componentes del ascensor

Componente

Descripción

Reductor

Todos los motores de inducción asíncronos para
ascensores, cuentan con un reductor de velocidad para
lograr un torque esencial en los arranques y las paradas
del ascensor. Estos pueden ser de tipo de engranajes
helicoidales o de tornillo sin-fin.

Polea motriz

Es un módulo que va unido a un eje donde pasan los
cables de tracción para dar movimiento vertical a la
cabina

Bancada de soporte

Es donde va soportado el grupo tractor del ascensor

Limitador de velocidad Consiste en un actuador que se acciona cuando el
ascensor supera las RPM máximas dejando el equipo sin
alimentación eléctrica
Cable de tracción

Cable trenzado con alma de acero para la tracción de la
cabina

Leva final o microswitch

Componente de seguridad en la cabina del ascensor, en
caso de que el ascensor se pase de nivel esta leva se
acciona dejando el equipo sin alimentación eléctrica

Interruptor final

Segundo componente de seguridad ubicado en el foso
con las mismas características de la leva final

Armadura paracaídas

Es un sistema mecánico de seguridad que se acciona en
tal caso de que haya un rompimiento en los cables de
tracción y la cabina caiga en picada

Contrapeso

Consiste en un módulo con bloques de acero o concreto
que le da estabilidad al ascensor

Cable limitador

Este cable va ligado el limitador de velocidad por medio
de dos poleas el cual indica si el ascensor supera las
RPM permitidas
5

Electroimán de freno

Las máquinas de tracción cuentan con un disco de
frenado, este es activado por un electroimán que acciona
una mordaza para el frenado del motor del ascensor.

Motor eléctrico

Motor de inducción eléctrica que puede ser síncrono o
asíncrono

Armario maniobra

Gabinete de control donde se encuentran todos los
dispositivos para la maniobra electrónica del ascensor

Interruptor fuerza

Interruptor de 3 fases para la alimentación eléctrica del
ascensor

Trampilla de
evacuación

Puerta de acceso o evacuación del cuarto de maquinas

Pantallas selector

Pantallas que activan los sensores para las paradas en
cada piso de un edificio

Operador puerta

Sistema de apertura y cierre de las puertas, cuenta con
un motor y un variador de velocidad

Botonera cabina

Botonera ubicada en la cabina para la selección de nivel
de un edificio

Cable de maniobra

Cable plano con varios hilos para la alimentación y el
control de la maniobra del ascensor

Luminoso

Indicador de piso en cada nivel de un edificio

Botonera piso

Botonera para hacer la llamada del ascensor ubicada en
cada nivel

Amortiguador

Sistema de amortiguación de un ascensor en caso de
desprendimiento. Tiene un micro-swith o final de carrera
que desactiva el sistema eléctrico en caso de contacto.

Fuente. Autor
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1.1.2 Sensores y actuadores de un ascensor
Un ascensor eléctrico cuenta con una serie de sensores y actuadores para hacer
los movimientos y paradas en cada nivel de un edificio. Los sensores envían la
información necesaria al control para que el grupo tractor y el motor eléctrico actué
de forma sincronizada haciendo las paradas en el nivel seleccionado por el usuario
dentro de la cabina o afuera de ella.
Existen sensores dentro y fuera de la cabina, dentro de la cabina se encuentra el
sensor de puertas figura 2, este es un sensor foto-eléctrico que no permite que la
cabina se cierre en caso de presencia o interrupción entre el emisor y el receptor,
todos los ascensores para pasajeros normalizados cuentan con este dispositivo.
Figura 2. Sensor fotoeléctrico de puertas

Fuente. http://www.toyo-elec.co.jp/en/products/multiple-beam-sensor/


Sensores fuera de cabina

Fuera de la cabina se encuentran los sensores que permiten las paradas en cada
nivel de un edificio, también se encuentran sensores importantes de sobrepeso y en
los ascensores modernos se encuentran celdas de carga permiten saber el peso
real dentro de la cabina, para no superar el número máximo de pasajeros. Cuando
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se supera el peso permitido dentro de la cabina, el control no permite que el motor
arranque. En este proyecto estas señales que emiten estos sensores son de gran
importancia para el monitoreo y supervisión del ascensor, conocer el estado de
estas variables nos permite detectar fallos para tomar acciones en el sistema de
control.


Sensor inductivo de presencia de pantallas

Un sensor inductivo es el encargado de leer las pantallas (normalmente en lámina
de acero) ubicadas dentro del foso en cada nivel de piso. Dependiendo de la
llamada realizada desde la botonera de cabina o la botonera de piso, el control
indica donde debe para el ascensor confirmando la parada con la señal del sensor
inductivo que se muestra a continuación en la figura 3.
Figura 3. Sensor inductivo indicador de nivel de piso

Fuente. https://www.alibaba.com/product-detail/SH1-Optical-theory-photoelectricswitch-infrared_60567490548.html
Dependiendo la configuración que tenga el control electrónico del ascensor, se
pueden utilizar hasta 3 sensores inductivos para lograr mayor precisión en las
paradas y la nivelación en cada piso. El estado de estos dispositivos es de gran
importancia para el sistema de monitoreo ya que si algún sensor falla el sistema de
monitoreo puede identificar donde o cual sensor no está emitiendo señal al control.
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Las pantallas ubicadas en el foso o hueco en cada nivel de un edificio interrumpen
la señal del sensor para que el control indique donde debe parar el ascensor, estas
configuraciones se muestran a continuación en la figura 4.
Figura 4. Configuración de pantallas y sensores inductivos

Fuente. Manual de usuario equipo de control de ascensores Monarch Nice3000


Celda de carga para control de capacidad del ascensor

Un dispositivo importante en los ascensores es la celda de carga. Esta se encarga
de enviar una señal análoga al control dando a conocer el peso dentro de la cabina
y así permitir el movimiento del motor. Normalmente se calibra dependiendo el peso
máximo que soporta el ascensor. Normalmente la celda de carga va ubicada debajo
de la cabina del ascensor o algunas veces también puede ir ubicada en los cables
de tracción de la máquina en un punto fijo y por tensión se conoce el peso de la
cabina. Un ascensor puede mostrar fallos por este dispositivo (figura 5), ya que se
puede des-calibrar impidiendo que el control permita el arranque del motor del
ascensor, para este proyecto es de gran importancia conocer la señal análoga de
este dispositivo en el sistema de monitoreo, aunque solo los ascensores modernos
cuentan con este sistema, los antiguos cuentan con un micro-switch ubicado debajo
de la cabina que se activa en caso de sobre peso de la cabina impidiendo el
movimiento del ascensor.
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Figura 5. Celda de carga para ascensores

Fuente. http://es.made-in-china.com/manufacturers/elevator-load-cell-sensor.html


Encoder

Un dispositivo de gran importancia en los ascensores modernos donde su control
es en lazo cerrado, es el “encoder” (muchos ascensores destinados a otras tareas
como los ascensores de carga o industriales funcionan a lazo abierto). En pocas
palabras, el encoder de la figura 6 es un dispositivo de detección que proporciona
una respuesta. Los Encoders convierten el movimiento en una señal eléctrica que
puede ser leída por algún tipo de dispositivo de control en un sistema de control de
movimiento, tal como un mostrador o PLC. El encoder envía una señal de respuesta
que puede ser utilizado para determinar la posición, contar, velocidad o dirección.
Un dispositivo de control puede usar esta información para enviar un comando para
una función particular.3

3

Obtenido de www.encoder.com: http://encoder.com/blog/encoder-basics/que-es-un-encoder/
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Figura 6. Encoder incremental para ascensores

Fuente. https://www.heidenhain.com/


Operador de puertas

Los ascensores modernos están equipados con actuadores para la apertura y cierre
de las puertas de cabina. Un operador de puertas abre y cierra las puertas de la
cabina en cada nivel.
Estos equipos constan de un motor y un variador de velocidad para que la apertura
de las puertas sea automático, este trae integrado un equipo mecánico con poleas
que se ajusta y se configura según la distancia de apertura de las puertas. En de
gran importancia en este proyecto conocer el estado del variador de velocidad
integrado en operador de puertas (figura 7), ya que muchas veces las fallas de un
ascensor radican de las puertas, pues por lógica de programación del control de un
ascensor este nunca se debe mover si alguna de sus puertas de piso o de cabina
se encuentra abiertas y muchas veces por el uso indiscriminado del ascensor las
puertas se des-calibran o se salen de sus guías, generando fallas en el movimiento
del ascensor.
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Figura 7. Operador de puertas de un ascensor

Fuente. http://www.ife.cn/sp/product.php?act=detail&id=7

1.1.3 Sistema de control de un ascensor
Los sistemas de control en lazo cerrado se definen como aquellos en los que existe
una realimentación de la señal de salida, o dicho de otra forma, aquellos en los que
la señal de salida tiene efecto sobre la acción de control. En algunas ocasiones, la
señal controlada y la señal de referencia no son de la misma naturaleza, por
ejemplo, la señal controlada puede ser una velocidad, y la señal de referencia una
tensión. El instrumento encargado de detectar la señal de salida para utilizarla de
nuevo en el captador. Este elemento mide la señal controlada y la transforma en
una señal que puedan entender los demás componentes del sistema del
controlador. Los tipos más habituales de señales empleadas suelen ser neumáticas
o eléctricas.4
El sistema de control en lazo cerrado de un ascensor (figura 8) nos permite
identificar la estructura de sistema para identificar fallo o errores por medio del
sistema de monitoreo.

4

Ogata, K. (2004). Ingenieria de control moderna. Madrid: Pearson.
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Figura 8. Sistema de control en lazo cerrado de un ascensor

Fuente. Autor

1.1.4 Maniobras de control de un ascensor
El control de los sistemas de ascensores se realiza mediante sistemas electrónicos,
encargados de hacer funcionar la dirección de movimiento de la cabina y de
seleccionar los pisos en los que esta deba detenerse. La compañía de ascensores
Otis inventó el primer sistema de control con "memoria" para grupos de ascensores,
lo que permitió su automatización y prescindir de los ascensoristas.
Actualmente, los controles de ascensores funcionan con microprocesadores
electrónicos que mediante algoritmos de inteligencia artificial determinan la forma
de administrar la respuesta a los pedidos de llamadas coordinando la operación de
los distintos equipos. Los cuadros de maniobra actuales tienen un sistema de
información de errores, que en caso de avería muestran en una pantalla el código
de error de tal forma que el mecánico del ascensor sepa cuál ha sido el motivo de
que el ascensor se detuvo.
Un ascensor cuenta con múltiples dispositivos de seguridad para evitar cualquier
riesgo de accidentes y en cuanto cualquier dispositivo falla el ascensor queda
automáticamente detenido. Cualquier elevador por antiguo que sea tiene contactos
en: las puertas exteriores, puertas de cabina, contacto de rotura de cables, de
disparo de polea del limitador superior, de aflojamiento de cable en polea de
limitador inferior, de acuñamiento en cabina, etc. En cuanto cualquiera de estos
13

contactos falle, el ascensor se parará indicando el contacto o dispositivo que ha
fallado.5
Los dispositivos electrónicos que componen el control en un ascensor eléctrico se
encuentran en la figura 9, normalmente van ubicados en un cofre o gabinete bajo
las normas establecidas de baja tensión (NTC-IEC 60439-3 y NTC 2050), en el
cuarto de máquinas en el último nivel de un edificio.
Figura 9. Componentes del control integrado para ascensores.

Fuente. http://omegaelevator.com

1.1.5 Variadores de frecuencia (VFD)
La aceleración en la arrancada y la desaceleración antes de que actúe el freno se
llevan a cabo mediante un variador de frecuencia acoplado al cuadro de maniobra.
5

Tedesco, C. F. (2010). Ascensores electricos y variadores de velocidad. Argentina: Tecnibook.
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El freno actúa cuando el ascensor está prácticamente parado y se consigue así una
nivelación y un confort que superan incluso los del sistema de dos velocidades. Una
de las más relevantes innovaciones en el control de motores de ascensores durante
los últimos años, consiste en incorporar un variador de frecuencia en los motores
de corriente alterna.
El variador de frecuencia especial para ascensores de la figura 10 es el más
comúnmente encontrado en campo, se hace énfasis en este VFD ya que las
pruebas realizadas para este proyecto se han hecho basadas en este VFD, cuenta
con puerto RS-485 y protocolo Modbus-RTU, de importancia para la comunicación
con la RaspberryPi.
Figura 10. Variador de velocidad para ascensores Yaskawa L1000A.

Fuente. Manual de usuario Yaskawa L1000A.

1.2

FUNCIONAMIENTO GENERAL DEL CONTROL DE UN ASCENSOR

El sistema de control electrónico es un microprocesador programable. Este
microprocesador de acuerdo con las funciones que fue grabado, administra la
comunicación de entradas por medio de multiplexores y las salidas por medio de
memorias o de relés para el manejo de la potencia.
Las entradas de todas las seguridades, pantallas o imanes de nivelación y los
distintos comandos de mantenimiento son separados y codificados. Las entradas
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de las seguridades y series de puertas son a niveles de 110v, estos son atenuados
y filtrados antes de llegar a los multiplexores.
Los sistemas de control modernos cuentan con buses de datos para facilitar el
control y eliminar el exceso de cableado.
La comunicación de cada una de las tarjetas se realiza por medio de buses de
campo y protocolos conocidos como CANbus y Modbus.6

1.2.1 Estructura de un sistema electrónico de control de ascensores con bus
de datos
En la figura 11 se muestra un ejemplo de las comunicaciones por bus de datos que
se pueden realizar en un sistema de control para ascensores moderno.


Se controla el motor basado en señales de realimentación del codificador
(encoder), y los registros de información de todos los interruptores de
posición en el eje de impulso, la aplicación de nivelación es exacta, en confort
en los viajes directos y siempre garantizando la seguridad en circulación.



Implementa recopilación de información y control de los componentes
relacionados con la cabina por medio de la comunicación con el bus CAN
MCTC-CTB (Control Top Board). Tarjeta de control sobre cabina.



Se registra y muestra la sala de llama de todas las plantas con fácil ajuste de
la dirección por medio de comunicación Modbus con el MCTC-HCB (Hall Call
Board). Tarjeta de llamadas de piso.

6

Miravete, A. (2007). Elevadores: Principios e innovaciones. España: Reverte.
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Figura 11. Estructura de comunicaciones para ascensores con bus de datos.

Fuente. Manual de usuario V1.0 Monarch Integrated Elevator Controler Nice 3000.

1.3

SISTEMAS DE COMUNICACIÓN

El intercambio de comunicación entre servidores y clientes se basa en la relación
de productor-consumidor. Los servidores de datos interrogan de manera cíclica a
los elementos de campo (polling), recopilando los datos generados por
registradores, autómatas, reguladores de proceso, entre otros.
Gracias a los controladores suministrados por diferentes fabricantes y a su
compatibilidad con la mayoría de estándares de comunicación existentes, es posible
establecer cualquier tipo de comunicación entre un servidor de datos y cualquier
elemento de campo.
Un servidor de datos puede gestionar varios protocolos de forma simultánea,
estando limitado por su capacidad física de soportar las interfaces de hardware (las
conocidas tarjetas de comunicación). Estas permiten el intercambio de datos
bidireccional entre la unidad central y las unidades remotas (RTU) mediante un
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protocolo de comunicaciones determinado y un sistema de transporte de la
información para mantener el enlace entre los diferentes elementos de la red.7
1.3.1 Topologías
Las diversas combinaciones de los elementos que se comunican dan lugar a las
diferentes y numerosas topologías que existen en una red, en este proyecto
tendremos en cuenta la topología punto a punto ya que el sistema de monitoreo
basado en RaspberryPI contara con comunicación directa al dispositivo de control
que estará en campo, ya sea por ethernet o por puerto serial.
Punto a punto: la relación es del tipo maestro-esclavo. Un solo elemento remoto
(RTU) está conectado al sistema de control (MTU) mediante una línea de
comunicación.
Estrella: es la topología que sigue el protocolo MQTT que será de gran importancia
para enviar los datos a la nube, este será explicado en detalle en el capítulo 5.2.
1.3.2 Protocolos de internet y comunicación
A continuación se especifican los protocolos de red y comunicación importantes
para el desarrollo del sistema de monitoreo llevado a cabo en este proyecto.
Protocolos de transferencia (red)
•
•

HTTP (Hypertext Transfer Protocol)
MQTT (Message Queue Telemetry Transport)

Estos protocolos han sido de gran importancia para el desarrollo de este proyecto,
serán explicados brevemente en el capítulo 5.2 de este documento.
Protocolos de campo
•
•

Modbus RTU (Modicon - Basado en maestro - esclavo)
Profinet (Process Field Net)

7

Penin, A. R. (2012). Sistemas SCADA. España: Marcombo.
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•
•

Ethernet TCP/IP (Ethernet Industrial)
CanBus (Controller Area Network)

Medio físico (Transporte de datos)
Las conexiones físicas en este entorno se realizaran mediante interfaces serie RS
(Recommended Standard)
•
•
•

RS-232
RS-485
TTL

Las redes privadas virtuales son de importancia para el desarrollo de este proyecto
en cuanto a seguridad de los datos. La VPN es una tecnología de red de
computadores que permite una extensión segura de la red de área local (LAN) sobre
una red pública o no controlada como Internet. Permite que la computadora en la
red envíe y reciba datos sobre redes compartidas o públicas como si fuera una red
privada con toda la funcionalidad, seguridad y políticas de gestión de una red
privada. Esto se realiza estableciendo una conexión virtual punto a punto mediante
el uso de conexiones dedicadas, cifrado o la combinación de ambos métodos. 8
Modbus RTU será definido como el protocolo de comunicación en campo para
establecer la conexión de los dispositivos como un PLC o una tarjeta de control de
ascensor (MCB) y el variador de velocidad, ya que este es uno de los protocolos
estándar en la industria y muchos dispositivos electrónicos de control vienen
equipados con este protocolo.
Se ha sitado el protocolo de campo Profinet ya que muchos dispositivos cuentan
con este protocolo y uno de los objetivos en este proyecto es tener la posibilidad de
que el sistema de monitoreo se adapte y se pueda configurar con diferentes
protocolos industriales.

8

Rodriguez, A. (2014). Sistemas SCADA. España: Alfaomega.

19

1.2.3 Industria 4.0
El concepto de industria 4.0 consiste en la introducción de las tecnologías digitales
en las fábricas. Es la forma que hay de llamar al fenómeno de transformación digital
aplicado a industria de producción. Se ha hablado del impacto del Internet de cosas
(IOT) en industrias como la energética o de infraestructuras, bajo el concepto de
Smart Cities. Ahora toca hablar de “Industria Inteligente” o industria 4.0 (figura 12).
Por lo tanto la industria 4.0 consiste en la digitalización de los procesos productivos
en las fábricas mediante sensores y sistemas de información para transformar los
procesos productivos y hacerlos más eficientes.9
Figura 12. Evolución a la industria 4.0

Fuente. http://papelesdeinteligencia.com/que-es-industria-4-0/
Lo que ofrece la industria 4.0 a través de la digitalización y el uso de plataformas
conectadas es:



Capacidad de adaptación constante a la demanda
Servir al cliente de una forma más personalizada

9

Archanco, R. (17 de 07 de 2016). Papeles
http://papelesdeinteligencia.com/que-es-industria-4-0/
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de

inteligencia.

Obtenido

de







Aportar un servicio post venta uno a uno con el cliente
Diseñar, producir y vender productos en menos tiempo
Añadir servicios a los productos físicos
Crear series de producción más cortas y rentables
Aprovechar la información para su análisis desde múltiples canales en tiempo
real
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2. ARQUITECTURA Y SELECCIÓN DE EQUIPOS PARA EL SISTEMA DE
MONITOREO

2.1

METODOLOGÍA

Se llevará a cabo una metodología basada en la información recopilada en las
visitas a campo y las visitas a los diferentes equipos y maniobras de control de
ascensores ubicadas en la ciudad de Bogotá. Vale mencionar que
aproximadamente un 30% de los ascensores en campo no cuentan con puertos de
comunicación por su antigüedad. En la figura 13 se muerta el diagrama de flujo del
funcionamiento general de sistema de monitoreo.
Figura 13. Diagrama de flujo del sistema

Fuente. Autor

2.1.1 Arquitectura
Para llevar a cabo el desarrollo de este proyecto es necesario seleccionar equipos
que cuenten con puertos de comunicación serial o Ethernet y que tengan integrados
los protocolos industriales estandarizados para establecer comunicación y poder
acceder a los parámetros y registros de estos, con el fin de adquirir y enviar estos
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datos a la nube para ser monitoreados desde una interfaz en una plataforma
accesible desde internet. En la figura 14 se ubican los principales dispositivos,
protocolos y redes utilizadas.
Figura 14. Estructura y hardware del sistema

Fuente. Autor

2.1.2 Configuración de equipos de control
El variador de velocidad y la tarjeta de control de los ascensores se deben
previamente configurar para establecer una comunicación con la RasPI en modo
RTU. La configuración del variador de frecuencia se hace ubicando los parámetros
de comunicación Modbus-RTU, en el capítulo 6 de este documento se encuentran
los pasos para configurar estos equipos.
Para configurar las tarjetas de control de ascensores o MCB (Main Control Board),
es necesario tener el manual de configuración y confirmar si esta cuenta con un
puerto físico de comunicación bajo un protocolo industrial abierto, normalmente
cuentan con Modbus pero algunas no cuentan con este tipo de exigencias.
Los controles de ascensores modernos traen integrado el sistema de control
embebido y el variador de velocidad en un solo dispositivo la gran mayoría con
23

protocolo Modbus (figura 15), basta configurar el equipo a las necesidades para
acceder a los parámetros del dispositivo con los registros Modbus que normalmente
se encuentran en el manual de usuario.
Figura 15. Componentes de un sistema de control de ascensores integrado

Fuente. Manual de usuario V1.0 Monarch Integrated Elevator Controler Nice 3000.

2.1.3 Selección y comunicación entre los dispositivos
Es de gran importancia tener accesibilidad a los gabinetes de control y que la
ubicación del mismo no dificulte la trasmisión de los datos hacia la plataforma del
sistema de monitoreo, ya que este utiliza la red 2G o 3G de comunicaciones móviles.
Para lograr comunicación con los dispositivos es necesario un cable serial DB9 o
en otros casos un cable UTP con conector RJ45 con su respectiva configuración de
pines (figura 16) para la comunicación con PLC. La comunicación entre la RasPI
(RTU) y los controles de ascensores son de configuración maestro-esclavo, deben
estar configurados en modo Modbus RTU, se podrá acceder a todos los parámetros
tanto del variador como de la MCB por medio de los registros con los que cuentan
estos dispositivos.
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Figura 16. Diagrama de pines Modbus

Fuente. http://www.darren-criss.org/serial-cable-wiring-diagram

2.1.4 Selección PLC y configuración Modbus
Se ha seleccionado un PLC que cuente con puertos múltiples de comunicación,
para este caso, el PLC de la figura 17 cuenta con 2 puertos RS485, ocupa poco
espacio, es ligero y con las mínimas entradas y salidas ya que para este proyecto
no es necesario un dispositivo con varias entradas o salidas.
Figura 17. PLC Kinco K205 16DR

Fuente. http://en.kinco.cn/productById?kind=2&id=45
Para la programación y configuración del PLC utilizado se tendrán en cuenta los
bloques para comunicación Modbus RTU del software “KincoBuilder Versión 1.8”
para lograr la comunicación con el VFD tanto para leer como para escribir contando
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con la tabla de registros que se verá durante el desarrollo del programa. En la tabla
2 se encuentran las especificaciones técnicas de este PLC.
Tabla 2. Especificaciones técnicas PLC Kinco K205 16DR

Fuente. http://en.kinco.cn/productById?kind=2&id=45
Con los 2 puertos de comunicación RS-485 disponibles (figura 18), se tiene uno
para la comunicación con la RasPI (RTU) y el restante para la comunicación con el
VFD.
Figura 18. Diagrama de conexión PLC Kinco

Fuente. http://en.kinco.cn/productById?kind=2&id=45
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2.1.5 Selección del variador de velocidad VFD
Un variador de velocidad que cuente con protocolo ModbusRTU ha sido necesario
para el desarrollo de este proyecto, existen varios proveedores y marcas
reconocidas y la gran mayoría con protocolos de comunicaciones abiertos y
estandarizados. Se ha seleccionado un VFD Invertek (figura 19) a 110 voltios de
alimentación (con el fin de poder conectarlo a un tomacorriente monofásico común
de 110 V), salida de 3 fases, con una corriente nominal de 4 amperios y con 1 HP
de potencia. El puerto de comunicación del VFD es un puerto RS-485 con un
conector RJ-45 en la figura 20 se muestra el diagrama de conexiones y las
especificaciones Modbus RTU.
Figura 19. VFD Invertek Optidrive E2

Fuente. http://www.invertekdrives.com/variable-speed-drives
Figura 20. Especificaciones Modbus RTU y pines de conexión RJ-45

Fuente. INVERTEK DRIVES LTD - OPTIDRIVE E2 APPLICATION NOTE
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2.1.6 Análisis de fallos y averías repetitivos en un ascensor
En campo se realizaron una serie de pruebas para analizar e identificar los fallos
más constantes y repetitivos de los ascensores en su uso cotidiano en un edificio
de 8 pisos con 48 apartamentos en total. En la tabla 3 se muestran los diferentes
fallos eléctricos o mecánicos que pueden ocurrir en el uso frecuente del ascensor.
Pruebas realizadas:


Hacer pruebas de sobre peso para calibrar la celda de carga y a si mismo
saber si en la plataforma aparece una alarma de sobrepeso.



Bloquear las puertas para que en la plataforma aparezca la falla del bloqueo
de puertas.



Otra prueba ha sido desconectar una fase en la salida del variador de
velocidad para ver una falla de variador en la plataforma.



Fallo de energía en variador de velocidad es otra de las pruebas para saber
desde la plataforma si el equipo esta alimentado.



Si no existe comunicación con la plataforma esta mostrará una advertencia
de fallo de comunicación con la plataforma.

Tabla 3. Fallos y averías repetitivos.

Graves






Sobre voltaje.
Sobre corriente.
Sobre carga.
Cortocircuito.

Comunes








Serie de puertas abierta.
Serie de seguridades abierta.
Sobrepeso.
Falla en variador.
Falla en variador de puertas.
Falla energía.

Fallos Eléctricos
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Graves

Falla Mecánica





Comunes

Ruptura de cables.
Falla en sistema tractor (Cables, poleas
y contrapeso).
Falla en acuñamiento (Sistema de
seguridad que detiene el ascensor en
caso de des-colgamiento).

Sistema mecánico de puertas.
Accionamiento Paracaídas (Sistema de
levas que acciona mecánicamente
micro-switches en el sistema o serie de
seguridad dejando el equipo sin
energía).

Fuente. Autor
Uno de los objetivos fundamentales de este proyecto es lograr que al momento de
una falla sea eléctrica o mecánica, inmediatamente el usuario de mantenimiento
este enterado de la falla para poder tomar acciones en la misma. Una notificación
(push-notification) a su equipo móvil y una notificación a su e-mail llegara avisando
con un código ya conocido (dependiendo el fabricante de las MCB o el VFD) para
que la persona a cargo tome decisiones respecto a las fallas o averías evitando así
que los usuarios de los ascensores tengan que comunicarse con la empresa que
supervisa los equipos y así lograr un servicio correctivo más rápido y eficiente.

2.2

GABINETE DEMOSTRATIVO PARA DEL SISTEMA DE MONITOREO

Un gabinete demostrativo ha sido construido para hacer las pruebas necesarias e
implementar el sistema de monitoreo. Consta de los dispositivos básicos que puede
tener un gabinete de control real de un ascensor para pasajeros. Para este proyecto
se llevara a cabo un modelo que basado en la configuración de un PLC para simular
una MCB (Main Control Board) o tarjeta de control para un ascensor.
Estas tarjetas están basadas en un microprocesador, entradas y salidas lógicas a
relé o a transistor y son de gran similitud a los PLC en cuanto a procesamiento. La
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diferencia radica en que las MCB vienen ya listas para simplemente configurarlas
de acuerdo a las necesidades y cuentan ya con protecciones eléctricas y
electrónicas, cuentan con puertos de comunicación importantes como Can-Bus y
Modbus entre otros, estos buses de datos son de gran relevancia para el desarrollo
de este proyecto.
No siempre es posible tener acceso a los edificios ya sea por el uso diario de los
ascensores o porque las empresas que se encargan del mantenimiento preventivo
y correctivo de estos no lo permiten. Por esta razón se optó por construir un gabinete
con los equipos necesarios para simular el comportamiento de un sistema de control
de un ascensor para pasajeros.
2.2.1 Equipos y dispositivos
En un cofre o gabinete de demostración (figura 21) están ubicados los dispositivos
para este proyecto. También se incluirá un motor eléctrico a 220 voltios para la
demostración. El gabinete también cuenta con una antena externa para mejorar la
comunicación vía GPRS. Dentro del gabinete previamente cableado este se
encontraran los siguientes:








PLC Kinco K205 16DR
Variador de frecuencia (VFD) Invertek Optidrive E2
Raspberry PI 2 y sus módulos de comunicación
Protecciones
Fuente 24 VDC
Borneras
Motor eléctrico 220V, ½ HP

El dispositivo RaspBerry PI con sus módulos de comunicación RS-485 y su módulo
GSM, tendrá las condiciones para trabajar como una unidad terminal remota (RTU)
por sus características semejantes. Básicamente esta será programada de manera
que reciba y despache datos a la nube y por medio de la red GPRS (esta será una
opción en caso de sitios remotos o sin red de internet) trasmita estos datos para ser
visualizados en la plataforma, y así lograr monitorear cualquier dispositivo que esté
conectado al bus de datos. En pocas palabras esta funcionará como una unidad
terminal remota real. La comunicación entre la RasPI (RTU) y el PLC puede lograrse
por RS-485 o por Ethernet dependiendo el PLC que se esté usando, así mismo
muchas tarjetas de control para ascensores modernas cuentan con estos puertos
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de comunicación y en internet se pueden encontrar los manuales para configurarlos,
siendo una ventaja para el sistema poder tener distintas opciones de conexión con
los dispositivos de campo.
Figura 21. Gabinete demostrativo para el sistema de monitoreo

Fuente. Autor
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3. DESARROLLO Y CONFIGURACIÓN DE EQUIPOS

3.1

PROGRAMACIÓN Y CONFIGURACIÓN PLC

Para llevar a cabo el desarrollo y la programación del controlador lógico PLC se
tienen en cuenta conceptos de programación en ladder y haciendo uso de los
bloques para lectura y escritura Modbus RTU en el software de programación del
PLC KincoBuilder versión 1.8.
3.1.1 Programa en diagrama escalera (ladder)
En principio, se crea un main o programa principal (figura 22). En este habrá una
línea para poner el VFD en modo RUN o en modo STOP por medio de una de las
entradas del PLC.
Figura 22. Inicio programa PLC

Fuente. Autor
En la tabla 4 se tienen los registros Modbus que se han utilizado para el monitoreo
del VFD Optidrive E2. Con esta tabla determinamos que registros serán
monitoreados y en qué estado se encuentran en el VFD.
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Tabla 4. Registros Modbus Optidrive E2

Fuente. INVERTEK DRIVES LTD - OPTIDRIVE E2 APPLICATION NOTE

Los registros utilizados son:


Command: Comando RUN y STOP.



Speed Reference: Referencia de velocidad en Hz.



Error: Error en el VDF. Este error se muestra con un código que a
continuación se mostrará a que corresponde cada uno en otra tabla.



Current motor: La corriente que está consumiendo el motor, este parámetro
es clave, con este se puede monitorear si el motor está trabajando en desfase
o tiene problemas de rozamiento o se encuentra sobre forzado.
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Drive temperature: Temperatura del VFD, importante también para
monitorear el estado del variador de frecuencia.

Basados en estos registros, se configura y se programa el PLC para la labor de
lectura y escritura con los comandos y bloques Modbus del software de
programación. En la figura 23 se muestra el inicio del primer bloque de
programación para darle un valor inicial al VFD con 20 Hz en la velocidad inicial de
referencia.
Figura 23. Inicio de ciclo

Fuente. Autor
La memoria SM0.1 es usada para iniciar el ciclo y siempre esta ON mientras la RTU
lo desee. VW0 almacena un entero, en este caso la entrada es 200 que corresponde
a 20 Hz ya que el software maneja un decimal de más, esta será la condición inicial
que tendrá el VFD, moverá el motor a 20 hercios figuras 24 y 25.
Figura 24. Modo local remoto

Fuente. Autor
Con otra entrada digital del PLC se cambia el sentido de giro del motor, también se
tiene otra entrada que permite dejar el sistema en modo local o remoto.
34

Figura 25. Módulos para inicializar las rampas de aceleración

Fuente. Autor
Con estos bloques se cambian las rampas de aceleración y desaceleración de forma
remota, esto con el fin de lograr escribir el valor de la rampa deseado desde la
plataforma y lograr control de las rampas desde la plataforma.
Figura 26. Inicio de comandos

Fuente. Autor
En la última línea del main se inicializan todos los comandos para dar inicio a la
lectura o escritura de los parámetros deseados sobre el VFD, todo esto se podrá
hacer desde la plataforma (figura 26).
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3.1.2 Configuración para lectura y escritura Modbus RTU
A continuación una breve descripción de los bloque de lectura Modbus RTU (Tabla
5) con los que cuenta el software KincoBuilder V1.8 para lograr la configuración y
comunicación con la RTU y el VFD.
Tabla 5. Descripción bloque de lectura Modbus RTU software Kinco.

Fuente. Software KincoBuilder V1.8
Las entradas de este bloque dependen de los puertos, las funciones, los registros y
las direcciones tanto del maestro que en este caso es el PLC y el esclavo que es el
VFD, esto se puede configurar de distintas maneras dependiendo el orden que se
le da a la configuración y programación desde un principio. Otros datos importantes
para configurar estos bloques de lectura y escritura se encuentran en los manuales
de los fabricantes.
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Figura 27. Comando Run – Stop

Fuente. Autor

Este bloque ha sido configurado para iniciar el comando del variador en RUN o
STOP desde la plataforma (figura 27). En la tabla 6 se declaran todas las variables
usadas en el sistema de monitoreo. Las variables globales del programa, serán de
tipo boolean, byte y entero.
Tabla 6. Variables y memorias PLC

Fuente. Autor
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3.1.3 Condiciones iniciales, entradas y salidas usadas
Las condiciones iniciales dependerán directamente del variador de frecuencia, pero
los datos serán escritos por medio del PLC o de la plataforma para iniciar el
monitoreo. Las entradas simplemente serán una señal de modo local-remoto y otra
para cambiar el sentido de giro del motor, estas entradas serán tipo booleana y
serán activadas por medio de un selector o muletilla.

3.2

CONFIGURACIÓN VARIADOR DE FRECUENCIA VFD

El variador de frecuencia deberá estar configurado con los parámetros necesarios
para que no hayan errores de comunicación ni tampoco de trasmisión de datos, la
configuración full-duplex es la óptima para el intercambio de datos entre el PLC y el
VFD. Es necesario trabajar con la misma velocidad de trasmisión entre los dos
dispositivos, en este caso será de 115200 bps.
3.2.1 Configuración inicial
Se tendrán en cuenta distintos parámetros y especificaciones de la tabla 7 para el
modo esclavo del variador de velocidad para la implementación en Modbus RTU.
Tabla 7. Especificaciones importantes Optidrive Modbus RTU

Fuente. INVERTEK DRIVES LTD - OPTIDRIVE E2 APPLICATION NOTE
En la tabla 8 se encuentran los parámetros para modo control Modbus, estos
parámetros nos permiten crear una alarma externa por uno de sus entradas
digitales, así podemos simular una falla y visualizarla en la plataforma indicando a
que falla corresponde.

38

Tabla 8. Parámetros de control por Modbus

Fuente. INVERTEK DRIVES LTD - OPTIDRIVE E2 APPLICATION NOTE
La tabla 9 nos indica los parámetros para utilizar las rampas de aceleración por
medio del terminal Modbus o directamente desde el teclado del VFD, esta
configuración dependerá de las necesidades y como se deseen usar las rampas de
aceleración y desaceleración.
Tabla 9. Selección de configuración para rampas de aceleración

Fuente. INVERTEK DRIVES LTD - OPTIDRIVE E2 APPLICATION NOTE

3.3.2 Parámetros velocidad de trasmisión
Por último con el parámetro P-35 que se indica en la tabla 10 se fija una velocidad
de trasmisión de datos que será igual a la del PLC y la RTU para una óptima
respuesta.
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Tabla 10. Parámetros de velocidad de trasmisión

Fuente. INVERTEK DRIVES LTD - OPTIDRIVE E2 APPLICATION NOTE
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4. HARDWARE Y CONFIGURACIÓN RASPBERRY PI

4.1

DESCRIPCIÓN ACERCA DE RASPBERRY PI

Raspberry Pi es computador de placa simple (SBC) o mini PC de bajo coste
desarrollado en Reino Unido por la Fundación Raspberry Pi, con el objetivo de
estimular la enseñanza de ciencias de la computación en las escuelas. En realidad,
se trata de una diminuta placa base de 85 x 54 milímetros en el que se aloja un chip
Broadcom BCM2835 con procesador ARM hasta a 1 GHz de velocidad, GPU
VideoCore IV y hasta 512 Mbytes de memoria RAM.
Para que funcione, basta con adquirir un medio de almacenamiento (como por
ejemplo una tarjeta de memoria SD), su alimentación es a 5 VDC y con un cargador
de tipo microUSB se puede encender la RasPi.
La fundación de Raspberry Pi pone a disposición desde su página web Raspbian
(este es el sistema operativo con el que funciona las RasPi), una distribución de
Linux basada en Debian, pero también se puede recurrir a muchas de las
distribuciones específicas que la comunidad de usuarios ha desarrollado para
diversos fines.
Esta cuenta con un puerto de salida de video HDMI y otro de tipo RCA, minijack de
audio y 4 puertos USB 2.0 para teclado y ratón. Cuenta con conexión de red,
dispone de Ethernet para conectar un cable RJ-45 directamente al router o recurrir
a adaptadores inalámbricos WiFi.
Para el desarrollo de este proyecto se tendrán en cuenta los pines del puerto GPIO
(General Purpose Input/Output) ya que básicamente esta es su interfaz física, por
medio de esta se comunica las RasPi con el mundo exterior. La descripción de este
puerto se llevará a cabo en la sección 5.3.
En la figura 28 se indica el diagrama de pines la distribución de la placa y los puertos
de la Raspberry PI.
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Figura 28. Diagrama Pinout Raspberry PI

Fuente. http://www.jameco.com/Jameco/workshop/circuitnotes/raspberry-pi-circuitnote.html

4.2

MÓDULOS COMPLEMENTARIOS

Son necesarios diferentes módulos importantes para llevar a cabo la comunicación,
la gestión de los datos y el almacenamiento en la nube de las variables y los fallos
en las maniobras de control de ascensores, para así lograr monitorear el estado de
estas y sus dispositivos ligados.
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4.2.1 Módulo RS-485 (Interface)
Por medio de este módulo de expansión de la RasPi (figura 29) se establece la
comunicación vía Modbus RTU con los dispositivos en campo, este módulo conecta
físicamente con los puestos GPIO de la RasPi, está duplicado a cada lado del
módulo, por lo que se pueden agregar más módulos. Las señales RS-485 también
están duplicadas en los bloques de terminales, así como en los conectores RJ-45
para conectar a la RTU hasta 2 dispositivos que cuenten con Modbus RTU.
Figura 29. Módulo RS-485

Fuente. https://widgetlords.myshopify.com/products/pi-spi-rs485-raspberry
Pines del puerto GPIO usados:




TX (GPIO14)
RX (GPIO15)
DIR_RS485 (GPIO25)

4.2.2 Módulo GSM/GPRS
Existen varios tipos de módulos GSM/GPRS (figura 30) para las RasPi, varían en
precio por las características que tengan en alcance y las redes que soportan. El
módulo de GPRS es un tablero del breakout y un sistema mínimo de SIM900 Quadband GSM / módulo de GPRS. Se puede comunicar con los controladores a través
de comandos AT (GSM 07.07, 07.05 y Comandos mejorados de SIMCOM). Este
módulo admite el encendido y reinicio del software.
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Estos módulos complementarios nos brindan la facilidad de poder tener acceso a
internet de una manera sencilla y de bajo coste. No obstante, estos módulos son
susceptibles a ruidos e interferencias eléctricas en un campo industrial. En este
proyecto se tiene claro que la forma adecuada para lograr una comunicación robusta
es utilizando un Router GPRS donde pueda tener acceso a la nube para gestionar
los datos y mostrarlos en la plataforma diseñada para el monitoreo y la supervisión.
Figura 30. Módulo GSM/GPRS

Fuente. http://www.sainsmart.com/raspberry-pi-sim900-gsm-gprs-function-moduleadapter.html

4.2.3 Puerto GPIO (General Purpose Input/Output)
El puerto GPIO (figura 31), es el medio físico por donde se tienen entradas y salidas
tanto digitales como análogas, además de contar con puerto UART (Universal
Asynchronous Receiver-Transmitter) por el cual sera el medio de comunicación de
la RTU con los dispositivos electrónicos que controlan las maniobras en los
ascensores, basta con programarlas por medio del lenguaje de programación
Python que viene pre-programado en el sistema operativo Raspbian.
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Figura 31. Pines GPIO

Fuente. https://www.raspberrypi.org/documentation/usage/gpio-plus-and-raspi2/

4.2.4 Definición de los puertos
Estos pines son una interfaz física entre la RasPi y el exterior. En el nivel más
simple, estos se programan como entradas o salidas digitales, se pueden activar o
desactivar tanto entradas como salidas. De los 40 pines, 26 son pines GPIO y otros
son pines de alimentación o tierra (más dos pines ID EEPROM de programación
avanzada). La figura 32 muestra la distribución de estos pines en la RasPI.
Figura 32. Distribución pines GPIO

Fuente. https://www.raspberrypi.org/documentation/usage/gpio-plus-and-raspi2/
Las entradas no tienen que venir de un interruptor físico, podría ser introducido
desde un sensor o una señal de otro ordenador o dispositivo, por ejemplo. La salida
también puede hacer cualquier cosa, desde encender un LED hasta enviar una
señal o datos a otro dispositivo. Si la Raspberry Pi está en una red, puede controlar
los dispositivos que están conectados desde cualquier lugar y esos dispositivos
pueden devolver los datos. Conectividad y control de dispositivos físicos a través de
Internet, es una herramienta poderosa la RasPi.

45

5. SOFTWARE Y CONFIGURACIÓN RASPBERRY PI

5.1

CONFIGURACIÓN DEL SISTEMA OPERATIVO RASPBIAN

Para comenzar a trabajar en el entorno Linux de la RasPi, es necesario obtener una
memoria Micro SD de por lo menos 4 GB e instalar el sistema operativo Raspbian,
el indicado para este tipo de proyectos. Este sistema operativo se encuentra
directamente en la página de descargas de Raspberry (www.raspberrypi.org). Basta
con formatear la memoria micro SD y copiar el archivo como imagen, conectar un
mouse y un teclado para dar inicio al entorno de la RasPi. Configurar y comenzar a
trabajar en el entorno Linux de la RasPi es realmente sencillo y se encuentran varios
tutoriales en la red, por esta razón este ítem no se enfocará en mostrar paso a paso
como configurar el sistema de la RasPi.
Uno de los objetivos específicos de este proyecto es programar y configurar la RasPi
de modo que se comporte como una RTU física que nos permita acceder y
almacenar los datos en la nube de manera remota, para así monitorear y las
variables de los dispositivos y en determinado caso controlar las acciones de los
que controlan las maniobras en un ascensor.
5.1.1 Acerca de Python
Python es un lenguaje de programación interpretado cuya filosofía hace hincapié en
una sintaxis que favorezca un código legible. Se trata de un lenguaje de
programación multiparadigma, ya que soporta orientación a objetos, programación
imperativa y, en menor medida, programación funcional. Esto significa que más que
forzar a los programadores a adoptar un estilo particular de programación, permite
varios estilos: programación orientada a objetos, programación imperativa y
programación funcional.
Raspbian es la distribución del sistema operativo Linux con el que trabaja las RasPi,
este sistema operativo cuenta con diferentes herramientas de desarrollo tipo
consola. Una de estas es “Python 2” y “Python 3” (figura 33), (las diferencias entre
estas dos versiones es una pequeña variación en la sintaxis, pero básicamente son
lo mismo) esta será la herramienta de programación fundamental para lograr los
objetivos de este proyecto.
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Figura 33. Acceso a Python

Fuente. Autor

5.1.2 Protocolo SSH (Complemento Putty)
Para trabajar en la consola de programación de Python desde Windows es
necesario usar un medio que permita la conexión con la RasPi. Putty es un emulador
gratuito de terminal que soporta varios protocolos, entre ellos el protocolo SSH y
permite trabajar desde el sistema operativo Windows para programar y configurar
la RasPi por medio de Python dentro de un servidor de Linux.
SSH (Secure Shell) (intérprete de órdenes seguro) es el nombre de un protocolo y
del programa que lo implementa, y sirve para acceder servidores privados a través
de una puerta trasera. Permite manejar por completo el servidor mediante un
intérprete de comandos, y también puede redirigir el tráfico de X (Sistema de
Ventanas X) para poder ejecutar programas gráficos ejecutando un Servidor X (en
sistemas Unix y Windows).
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La configuración de Putty (figura 34) basta con escoger el protocolo seguro en este
caso SSH y saber la dirección IP de las RasPi, así se obtiene la comunicación para
iniciar con la programación en Python.
Figura 34. Conexión Windows y Raspberry Pi

Fuente. Autor
5.1.3 Librerías y configuración del sistema
Diferentes librerías son instaladas en la consola para lograr la comunicación con el
PLC previamente configurado. Las más importantes son:



Minimal Modbus
Snap7

La primera librería (figura 35) permite obtener todos los permisos y establecer el
protocolo Modbus en la RasPi de modo que haya una comunicación con el PLC. En
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el desarrollo de este proyecto se ha podido analizar también la posibilidad de lograr
la comunicación de la RasPi y el PLC por Ethernet, Snap 7 es una librería
desarrollada por Siemens para comunicar por Ethernet cualquier dispositivo que
cuente con este puerto, contemplando las dos posibilidades de comunicación, sea
por Modbus-RTU o por Ethernet TCP/IP.
Esta configuración con la librería Snap 7 nos brinda la posibilidad de trabajar con
cualquier PLC S7 de Simens por Ethernet, estas pruebas se hicieron aprovechando
que se disponía de un PLC de este tipo en una de las visitas a equipos de control
de ascensores, brindando la posibilidad de monitorear las salidas y las entradas del
controlador por medio de Ethernet en conexión con la RasPi.
Directamente desde la línea de comandos es posible descarga e instalar la librería
MinimalModbus directamente desde la página oficial de Python.org.
Figura 35. Instalación de la librería MinimalModbus Python

Fuente. Autor

5.2

ALMACENAMIENTO EN LA NUBE

Es indispensable contar con un modelo de servicio en el cual los datos de un sistema
de cómputo se almacenen, se administren de forma inteligente, y se respalden de
forma remota, típicamente en servidores que están en la nube. Estos son
administrados por un proveedor del servicio. Existe un proveedor de estos servicios
líder y de alta confiabilidad llamado AWS (Amazon Web Services), cuenta con
todas la herramientas necesarias de IoT donde se pueden crear pequeñas
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aplicaciones de gestión remota hasta robustos sistemas SCADA, todo con
servidores en la nube.
5.2.1 Protocolo MQTT
MQTT (Message Queue Telemetry Transport), es un protocolo usado para la
comunicación machine-to-machine (M2M) en la “IoT” ("Internet of Things"). Este
protocolo está orientado a la comunicación de sensores, debido a que consume muy
poco ancho de banda y puede ser utilizado en la mayoría de los dispositivos
empotrados con pocos recursos. La arquitectura de MQTT sigue una topología de
estrella, con un nodo central que hace de servidor o "broker" con una capacidad de
hasta 10000 clientes. El broker es el encargado de gestionar la red y de transmitir
los mensajes, para mantener activo el canal, los clientes mandan periódicamente
un paquete (PINGREQ) y esperan la respuesta del broker (PINGRESP). La
comunicación puede ser cifrada entre otras muchas opciones.
La comunicación se basa en “topics” (temas) que el cliente que publica el mensaje
crea y los nodos que deseen recibirlo deben subscribirse a él. La comunicación
puede ser de uno a uno, o de uno a muchos. En la figura 37 se indica la arquitectura
del protocolo MQTT.10
5.2.2 Velocidad, entrega de datos y ventajas sobre HTTP
MQTT está centrado en datos mientras que HTTP está centrado en documentos.
HTTP es un protocolo de solicitud-respuesta para la informática cliente-servidor y
no siempre optimizado para dispositivos móviles. Los principales beneficios sólidos
de MQTT en estos términos son la ligereza (MQTT transfiere datos como una matriz
de bytes) y el modelo de publicación - suscripción, lo que lo hace perfecto para
dispositivos con recursos limitados y ayuda a ahorrar batería.
Además, el modelo de publicación - suscripción proporciona a los clientes existencia
independiente entre sí y mejora la fiabilidad de todo el sistema. Cuando un cliente
está fuera de servicio, todo el sistema puede seguir funcionando correctamente.
Según las mediciones en redes 3G, el rendimiento de MQTT es 93 veces más rápido
que el de HTTP. Otra ventaja importante es que en comparación con HTTP, el
10

Theory, G. (05 de 05 de 2012). geekytheory.com/que-es-mqtt. Obtenido de https://geekytheory.com/que-es-mqtt
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protocolo MQTT garantiza altas garantías de entrega. Hay 3 niveles de calidad de
servicios:




Como máximo una vez: garantiza una entrega de mejor esfuerzo.
Al menos una vez: garantizado que se entregará un mensaje al menos una
vez. Pero el mensaje también se puede entregar más de una vez.
Exactamente una vez: garantiza que cada mensaje sea recibido una sola vez
por la contraparte.

MQTT también ofrece a los usuarios opciones de Última voluntad y testamento y
mensajes retenidos. El primero significa que en caso de desconexión inesperada de
un cliente, todos los clientes suscritos recibirán un mensaje de un intermediario. El
mensaje retenido significa que un cliente recién suscrito recibirá una actualización
de estado inmediata. El protocolo HTTP no tiene ninguna de estas habilidades.11
Figura 36. Arquitectura del protocolo MQTT

Fuente. https://geekytheory.com/wp-content/uploads/2015/05/jerarquia.png

11

Vega, R. (12 de 08 de 2015). ricveal.com. Obtenido de https://ricveal.com/blog/primeros-pasos-mqtt/
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5.2.3 Servicios AWS
Amazon Web Services (AWS) es una plataforma de servicios de nube que ofrece
potencia de cómputo, almacenamiento de bases de datos, entrega de contenido y
otra funcionalidad para ayudar a las empresas a escalar y crecer. Muchos clientes
aprovechan los productos y soluciones de la nube de AWS para crear aplicaciones
sofisticadas y cada vez más flexibles, escalables y fiables.

AWS IoT permite conectar fácilmente dispositivos a la nube y a otros dispositivos.
Admite HTTP, WebSockets y MQTT, un protocolo de comunicación ligero,
especialmente diseñado para tolerar conexiones intermitentes, minimizar la huella
de código en los dispositivos y reducir los requisitos de ancho de banda de la red.
Asimismo, es compatible con otros protocolos personalizados y propios del sector,
y los dispositivos pueden comunicarse entre sí aunque utilicen protocolos distintos
(figura 37).
Figura 37. Conexión entre dispositivos

Fuente. https://aws.amazon.com/es/iot-core/
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5.3

DESARROLLO E IMPLEMENTACIÓN EN PYTHON

Es posible entrar al entorno grafico de la RasPi para usar los editores de código de
Python que el sistema operativo trae por defecto, esta es una forma de comenzar a
programar en Python dentro desde sistema operativo de la RasPi.
Otra forma es acceder por terminal y crear una carpeta donde se va a escribir el
código o algoritmo que se va implementar en la Raspi. El comando para crear una
carpeta por terminal es mkdir y el nombre de la carpeta como se muestra en la figura
38.
Ya creada la carpeta accedemos a esta con el comando cd y el nombre de la
carpeta, en este caso cd Proyecto.
Figura 38. Crear carpeta por terminal

Fuente. Autor
Dentro de la carpeta se puede comenzar a escribir el codigo que se quiere
implementar y por último se guarda con la extensión .py esto significa que se podrá
compilar y modificar desde la terminal.

5.3.1 Algoritmo implementado
Para implementar el código o algoritmo es necesario tener en cuenta el
funcionamiento del protocolo MQTT, el bróker y como publicar los datos como se
ha mostrado en el capítulo 5 de este documento, en la figura 39 se muestra un grafo
del funcionamiento del código implementado.
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Figura 39. Grafo de implementación del algoritmo

Fuente. Autor
Con la suscripción al proveedor de servicios en la nube AWS (Amazon Web
Services) ya se tiene un bróker que es básicamente un servidor, este nos activa un
enlace o canal para poder subir o consultar datos en la plataforma. Teniendo el
bróker asignado y un ID para acceder a la plataforma y a los servicios en la nube se
implementa el código y se crea un enlace con la Raspberry para enviar lo datos
necesarios. Una característica importante de MQTT es la seguridad de la
información. Al momento de tener listo el bróker y el login en la plataforma, el
sistema genera un certificado y una llave privada (Certificate and Private_Key),
estos certificados se archivan en un archivo .txt y se validan en la programación
para el envío de datos a la plataforma.
54

MQTT_CLIENT_ID
= '3099a97056a1457bac04afb2d15cebfd'
MQTT_BROKER_ENDPOINT = 'axiny97cvud9l.iot.us-east-1.amazonaws.com'
ROOT_CA_CERT_PATH = '/home/root/gateway/aws_root_ca.pem'
PRIVATE_KEY_PATH = '/home/root/gateway/private'
CERTIFICATE_PATH = '/home/root/gateway/cert'
DEVICE_ID = '3099a97056a1457bac04afb2d15cebfd'
SLAVES = [
# Se inicia la conexión con el PLC, cada entrada IX, salida QX o memoria MX tiene
un ID específico para escribir o leer datos en la plataforma
{
'driver': 'PLC: Kinco',
'ip': '192.168.0.25',
'instance': None,
'tags': {
'read': [
{
'id': 'e3cfb1f205b34f8f91f00ae1f8d09b1b',
'type': 'bool',
'memory_address': 'IX0.0',
'last_published': None,
},
{
'id': '455533e9502645b5950f1f80af6070bb',
'type': 'bool',
'memory_address': 'IX0.1',
'last_published': None,
},
{
'id': 'b2ab80bdc5bb40a2907f8d69e7920f06',
'type': 'bool',
'memory_address': 'IX0.2',
'last_published': None,
},
{
'id': '8e03de41d045433c9eb594cf0ae86424',
'type': 'bool',
'memory_address': 'IX0.3',
'last_published': None,
},
{
'id': 'c9e957d25a9b458a859cddb09b0f697c',
'type': 'bool',
'memory_address': 'IX0.4',
'last_published': None,
},
{
'id': '7e66016e711c4079b33e0e405a6daa88',
'type': 'bool',
'memory_address': 'IX0.5',
'last_published': None,
},
{
'id': '4511335585834b8ea807b81c45eeafe6',
'type': 'bool',
'memory_address': 'IX0.6',
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'last_published': None,
},
{
'id': '683b96e686a345f888e777e5290f50bf',
'type': 'bool',
'memory_address': 'IX0.7',
'last_published': None,
},
{
'id': '3d73f91fc9a3450c8b103ed90147f4d1',
'type': 'bool',
'memory_address': 'MX0.0',
'last_published': None,
},
{
'id': 'f574e22fc2c043afaab37c5e9332f3f5',
'type': 'bool',
'memory_address': 'MX0.1',
'last_published': None,
},
{
'id': 'fb8293f68e234f9ba043d1b649478ea5',
'type': 'bool',
'memory_address': 'MX0.2',
'last_published': None,
},
{
'id': 'f47e67a594a0436ab2ad2555d52d27ee',
'type': 'bool',
'memory_address': 'MX0.3',
'last_published': None,
},
{
'id': '55904e4e8a6f49f78a2d78c02f250a7d',
'type': 'bool',
'memory_address': 'MX0.4',
'last_published': None,
},
{
'id': '5ba07be3766c4559b69c63eda14d46cf',
'type': 'bool',
'memory_address': 'MX0.5',
'last_published': None,
},
{
'id': '742568793e3d465dbfa24bf639fbd3b9',
'type': 'bool',
'memory_address': 'QX0.0',
'last_published': None,
},
{
'id': '653bbe7da49d4d85bdf032d24bfa665b',
'type': 'bool',
'memory_address': 'QX0.1',
'last_published': None,
},
{
'id': '18b6d3f4aeb8431b807ae447875bb239',
'type': 'bool',
'memory_address': 'QX0.2',
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'last_published': None,
},
{
'id': '3817bf8d07c14182bde5b8478b60a8ed',
'type': 'bool',
'memory_address': 'QX0.3',
'last_published': None,
},
{
'id': '024aef41b57c4c02acf5dd2a2cd2cb4b',
'type': 'bool',
'memory_address': 'QX0.4',
'last_published': None,
},
{
'id': '8ffbd23d4b4f4f7b813a43456024c401',
'type': 'bool',
'memory_address': 'QX0.5',
'last_published': None,
},
{
'id': 'a62a02f5d4ec42a99904d09a3ebcb92d',
'type': 'bool',
'memory_address': 'QX0.6',
'last_published': None,
},
{
'id': 'd3555c51229c40769107d6a4bdbbfb53',
'type': 'bool',
'memory_address': 'QX0.7',
'last_published': None,
},
{
'id': 'd025be269f774c51aab329b8e9866a1f',
'type': 'bool',
'memory_address': 'QX1.0',
'last_published': None,
},
{
'id': 'b7124858b2004f41b1a1dd58b0c3674e',
'type': 'bool',
'memory_address': 'QX1.1',
'last_published': None,
},
{
'id': '94a13eea0a2949908c5d89c1d7fc695c',
'type': 'word',
'memory_address': 'VW0',
'last_published': None,
},
{
'id': '4fba8d4e88314c1884e27c811a0108ec',
'type': 'word',
'memory_address': 'VW1',
'last_published': None,
},
{
'id': 'a474a66f01434a4587df1c82b7b4feab',
'type': 'word',
'memory_address': 'VW2',

57

'last_published': None,
},
{
'id': '1e1ee9a94c434ca88f4894f3dbf80a2a',
'type': 'word',
'memory_address': 'VW3',
'last_published': None,
},
{
'id': 'bfefeb5d907f4ba2b7ef15106889cdc6',
'type': 'dword',
'memory_address': 'VD4',
'last_published': None,
},
{
'id': '0a06a1271b084c46a77311c2d95fee09',
'type': 'float',
'memory_address': 'VD6',
'last_published': None,
}
],
'write': [
{
'id': '3d73f91fc9a3450c8b103ed90147f4d1',
'type': 'bool',
'memory_address': 'MX0.0',
},
{
'id': 'f574e22fc2c043afaab37c5e9332f3f5',
'type': 'bool',
'memory_address': 'MX0.1',
},
{
'id': 'fb8293f68e234f9ba043d1b649478ea5',
'type': 'bool',
'memory_address': 'MX0.2',
},
{
'id': 'f47e67a594a0436ab2ad2555d52d27ee',
'type': 'bool',
'memory_address': 'MX0.3',
},
{
'id': '55904e4e8a6f49f78a2d78c02f250a7d',
'type': 'bool',
'memory_address': 'MX0.4',
},
{
'id': '5ba07be3766c4559b69c63eda14d46cf',
'type': 'bool',
'memory_address': 'MX0.5',
},
{
'id': '742568793e3d465dbfa24bf639fbd3b9',
'type': 'bool',
'memory_address': 'QX0.0',
},
{
'id': '653bbe7da49d4d85bdf032d24bfa665b',
'type': 'bool',
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'memory_address': 'QX0.1',
},
{
'id': '18b6d3f4aeb8431b807ae447875bb239',
'type': 'bool',
'memory_address': 'QX0.2',
},
{
'id': '3817bf8d07c14182bde5b8478b60a8ed',
'type': 'bool',
'memory_address': 'QX0.3',
},
{
'id': '024aef41b57c4c02acf5dd2a2cd2cb4b',
'type': 'bool',
'memory_address': 'QX0.4',
},
{
'id': '5ba07be3766c4559b69c63eda14d46cf',
'type': 'bool',
'memory_address': 'QX0.5',
},
{
'id': 'a62a02f5d4ec42a99904d09a3ebcb92d',
'type': 'bool',
'memory_address': 'QX0.6',
},
{
'id': 'd3555c51229c40769107d6a4bdbbfb53',
'type': 'bool',
'memory_address': 'QX0.7',
},
{
'id': 'd025be269f774c51aab329b8e9866a1f',
'type': 'bool',
'memory_address': 'QX1.0',
},
{
'id': 'b7124858b2004f41b1a1dd58b0c3674e',
'type': 'bool',
'memory_address': 'QX1.1',
},
{
'id': '94a13eea0a2949908c5d89c1d7fc695c',
'type': 'word',
'memory_address': 'VW0',
},
{
'id': '4fba8d4e88314c1884e27c811a0108ec',
'type': 'word',
'memory_address': 'VW1',
},
{
'id': 'a474a66f01434a4587df1c82b7b4feab',
'type': 'word',
'memory_address': 'VW2',
},
{
'id': '1e1ee9a94c434ca88f4894f3dbf80a2a',
'type': 'word',
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'memory_address': 'VW3',
},
{
'id': 'bfefeb5d907f4ba2b7ef15106889cdc6',
'type': 'dword',
'memory_address': 'VD4',
},
{
'id': '0a06a1271b084c46a77311c2d95fee09',
'type': 'float',
'memory_address': 'freal6',
}
]
}
},
]
#Se usa el formato de texto JSON para enviar datos que es ligero y soporta MQTT
# Dependencies
import time
import json
from datetime import datetime
import binascii
print "[%s][start]" % time.asctime()
print "[%s][imported: libraries]" % time.asctime()
# Drivers & MQTT Client
import Kinco
from AWSIoTPythonSDK.MQTTLib import AWSIoTMQTTClient
print "[%s][imported: drivers]" % time.asctime()
SLAVES_INSTANCES = []
# Slaves instances
# En este caso el esclavo es el PLC el cual tiene una dirección IP
for slave in SLAVES:
slave_driver = slave.get('driver', None)
if slave_driver == 'PLC:Kinco':
plc_ip_address = slave.get('ip', None)
if plc_ip_address:
try:
slave['instance'] = PLC.Kinco( plc_ip_address, 0x1100, 0x1100,
debug=True )
except:
pass
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else:
SLAVES_INSTANCES.append(slave)
print "[%s][created: Slaves instances]" % time.asctime()
# AWS IoT Cliente
#Puerto 8883 correspondiente a MQTT
aws_iot = AWSIoTMQTTClient( MQTT_CLIENT_ID )
aws_iot.configureEndpoint( MQTT_BROKER_ENDPOINT, 8883 )
aws_iot.configureCredentials( ROOT_CA_CERT_PATH, KeyPath=PRIVATE_KEY_PATH,
CertificatePath=CERTIFICATE_PATH )
# Para lograr la conexión es sistema verifica los certificados por cada
dispositivo conectado
if aws_iot.connect():
print "[%s][connected: MQTT]" % time.asctime()
else:
raise Exception('Error en la conexion')
# Se define una función para leer, escribir y conocer el tipo de dato que se
utiliza, en este caso son datos booleanos y solo tendrán dos estados
def bindFunction(tag):
def write_tag(client_id, userdata, message):
print "[%s][received: write task: %s]" % ( time.asctime(), tag['id'] )
task_data = json.loads(message.payload)
tag_new_value = None
tag_data = task_data.get('tag%s' % tag['id'], None)
if tag_data:
if tag['type'] == 'bool':
if tag_data['v'] == 'True':
tag_new_value = True
elif tag_data['v'] == 'False':
tag_new_value = False
if tag_new_value != None:
try:
SLAVES_INSTANCES[0]['instance'].writeMem(tag['memory_address'], tag_new_value)
except:
pass
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write_tag.__name__ = 'write_tag_%s' % tag['id']
return write_tag
## Se suscriben las tag’s
for tag in SLAVES_INSTANCES[0]['tags']['write']:
aws_iot.subscribe('/%s/%s/command' % (DEVICE_ID, tag['id']), 1,
bindFunction(tag) )
print "[%s][subscribed: /%s/%s/command]" % (time.asctime(), DEVICE_ID,
tag['id'])

# Se inicia un ciclo infinito para leer o escribir las tag’s de los dispositivos
while(True):
data_to_publish = []
# Read tags:
for tag in SLAVES_INSTANCES[0]['tags']['read']:
tag_value_to_report = None
try:
if tag['type'] == 'word':
tag_value_to_report =
SLAVES_INSTANCES[0]['instance'].getMem(tag['memory_address'], returnByte=True)
tag_value_to_report = int( binascii.hexlify( tag_value_to_report
), 16 )
else:
tag_value_to_report =
SLAVES_INSTANCES[0]['instance'].getMem(tag['memory_address'])
except:
tag_value_to_report = 'error'
else:
if tag['last_published'] == None or tag['last_published'] !=
tag_value_to_report:
tag['last_published'] = tag_value_to_report
data_to_publish.append(
(
{
'tag%s' % tag['id'] :{
'v': str(tag_value_to_report),
't': datetime.now().isoformat()
},

62

't': int( time.time() )
},
tag['id']
)
)
time.sleep(0.05)
# Se publican los datos por medio del formato JSON
for data in data_to_publish:
print "[%s][publish: init]" % time.asctime()
aws_iot.publish('/%s/%s/data' % ( DEVICE_ID, data[1] ), json.dumps(
data[0] ), 1)
time.sleep(0.1)
# Sample Time
time.sleep(1)

Por último la comunicación basada en los “topics” donde se crean las jerarquías nos
permite tener distintos dispositivos en caso de tener que integrar algún otro equipo,
controlador o variador de frecuencia a la plataforma.
5.3.2 Prueba de instrucciones Booleana
Desde la consola se crea una carpeta donde se van a guardar las instrucciones
dadas al PLC. Par hacer estas pruebas hemos creado una variable llamada PLC,
se importa un conjunto de instrucciones dadas por las librerías donde se asignan
valores a las salidas del PLC para comprobar que la RaspPi tiene control sobre las
salidas del PLC ejecutando instrucciones en la consola: la estructura es:
plc= (nombre variable)(dirección IP,puertos de memoria,debug=?)
Estas pruebas permiten saber si la RasPi tiene control del estado de las entradas
del PLC al igual que las salidas, dando inicio a crear un programa en el PLC
asignando las memorias necesarias para que sean escritas o leídas desde la
plataforma. Toda la información en la capa de enlace de datos es procesada por la
RasPi en modo RTU con acceso a la plataforma por medio del protocolo MQTT que
será explicado y analizado brevemente más adelante. En este caso se muestra la
instrucción en la figura 40.

63

Figura 40. Prueba booleana

Fuente. Autor
Asignando un False o True a una de las salidas del PLC (Q0, Q1, Q2… etc) se
activan las salidas.
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6. ACCESO Y CONFIGURACIÓN DE LA PLATAFORMA

6.1

REQUERIMIENTOS DEL SISTEMA DE INFORMACIÓN

La plataforma es una aplicación web que y funciona en cualquier navegador web
como Internet Explorer, Chrome o FireFox.
6.1.1 Descripción de los datos que entran al sistema
Los datos que entran al sistema están dados por los sensores de los equipos de
control de ascensor. Así mismo al sistema entran los datos del variador de velocidad
para monitorear su estado, estos están dados por los registros Modbus del
dispositivo. Estos parámetros de entrada son los que recibe el sistema con el fin de
conocer su estado y poder tomar acciones en caso de ser necesario.


Command: Comando RUN y STOP.



Speed Reference: Referencia de velocidad en Hz.



Error: Error en el VDF. Este error se muestra con un código que a
continuación se mostrará a que corresponde cada uno en otra tabla.



Current motor: La corriente que está consumiendo el motor, este parámetro
es clave, con este se puede monitorear si el motor está trabajando en desfase
o tiene problemas de rozamiento o se encuentra sobre forzado.



Drive temperature: Temperatura del VFD, importante también para
monitorear el estado del variador de frecuencia.

6.1.2 Descripción de la configuración de usuario
El diseño de la plataforma cuenta con 4 item’s para la configuración y acceso al
sistema de monitoreo (figura 41), se podrán crear perfiles para proyectos, agregar,
configurar dispositivos RTU y configurar pantallas supervisoras para crear un
SCADA en la nube o monitorear dispositivos puntuales en campo, así mismo cuenta
con diferentes perfiles de permisos dados por el administrador de la plataforma para
hacer seguro y eficiente el acceso al sistema.
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Figura 41. Configuración usuarios plataforma

Fuente. Autor
6.1.3 Crear usuario
Para crear un nuevo usuario hay que tener en cuenta el nivel de acceso que el
administrador le otorga al nuevo usuario, dependiendo del tipo de cuenta que va
tener. Existen 4 tipos de usuario:





Administrador
Integrador
Cliente
Invitado

El administrador será el que permita que el integrador, el cliente o el invitado puedan
acceder a los datos almacenados en la plataforma. Este vera toda la información
que envían los dispositivos RTU al sistema y podrá otorgar permisos a los que están
por debajo. El perfil integrador (figura 42) será el encargado de gestionar los datos
que llegan de los dispositivos, puede tener acceso a los tag’s y variables que envían
los diferentes dispositivos configurados en la plataforma, puede leer y escribir sobre
estas, también puede programar pantallas y otorgar permisos a clientes e invitados.
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El perfil cliente puede tener acceso a las tag’s para monitorear, pero no podrá
escribir sobre estas, tampoco puede programar pantallas o crear dispositivos en la
plataforma. El perfil invitado es una cuenta que solo tiene acceso a pantallas y a
algunas tag’s donde el integrador otorgue permisos, esta creado para clientes que
quieran interactuar con el proyecto.
Figura 42. Tipos de cuenta

Fuente. Autor
6.1.4 Grupos y permisos
Teniendo un usuario ya creado con un perfil definido, en este caso con perfil
“integrador”, por parte del administrador se otorgaran permisos para que el usuario
integrador pueda tener acceso a los distintos dispositivos RTU configurados en la
plataforma. En la figura 43 se indican los diferentes grupos y permiso en esta
sección de la plataforma.
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Figura 43. Grupos y permisos

Fuente. Autores

6.1.5 Configuración de proyectos
Como integrador se podrán crear y configurar proyectos, gestionar datos y otorgar
permisos a clientes. Dentro de los proyectos el integrador podrá crear pantallas y
configurar el sistema de monitoreo para poner a punto el sistema de monitoreo.
Basta con agregar un nombre al proyecto (figura 44) y asociarlo a un cliente para
que sea visto desde la plataforma y que el integrador configure sus sistema
dependiendo las necesidades.
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Figura 44. Configuración de proyectos

Fuente. Autores

6.1.6 Configuración de dispositivos
El perfil de integrador puede crear y administrar dispositivos para ser monitoreados
y también puede configurar las variables que quiere tener en cuenta, en la
configuración puede otorgar permisos a clientes o a invitados para que puedan ver
la información que hay en las tag’s, esta información puede ser gestionada solo por
el administrador y el integrador. También es posible crear pantallas supervisoras
para estos dispositivos.
Se asigna un nombre al dispositivo y se asocia a un cliente, después de creado el
dispositivo se podrán crear y configurar las tag’s.
Al momento de crear un dispositivo la plataforma asigna un “ID” de dispositivo. Este
ID es único y cuenta con un cifrado de seguridad para que solo el administrador y
el integrador puedan tener acceso a los datos de este dispositivo. En la figura 45 se
indican los pasos para la configuración de dispositivos.
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Figura 45. Configuración de dispositivo

Fuente. Autor
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6.1.7 Crear y configurar Tag’s
Las Tag’s son la variables que están asociadas a los dispositivos RTU, en este caso
serán las entradas y salidas del PLC que controla la maniobra del ascensor. Se
asigna un nombre, una descripción (opcional), un modo de lectura, escritura, o en
determinado caso de lectura y escritura, se elige un tipo de dato y por último se
asocia al dispositivo ya creado. Estos datos podrán ser monitoreados y modificados
en caso de ser de escritura todo en tiempo real. En la figura 46 se indican las casillas
para crear y configurar Tag´s.
Figura 46. Crear y configurar Tag’s

Fuente. Autores
En los dispositivos creados aparecerán todas las Tag’s creadas y configuradas
donde se podrá acceder a cada una para ver el estado si es de lectura. En el caso
de ser de escritura se podrá asignar control desde la plataforma a un dispositivo y
con un diseño previo en la configuración de las pantallas se podrá crear un sistema
de monitoreo en tiempo real para cada uno de los proyectos creados.
Para este proyecto ya han sido creadas las Tag´s necesarias (figura 47) para poner
a punto el sistema de supervisión y monitoreo de ascensores de pasajeros.
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Figura 47. Tag’s del proyecto

Fuente. Autor
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6.1.8 Configuración de interfaz gráfica
Uno de los alcances funcionales de este proyecto es poder crear sistemas SCADA
o sistemas de supervisión en la nube, contando con todas las herramientas que
brindan la IoT y los servicios de AWS.
La plataforma fue diseñada para que los integradores tengan una herramienta para
diseñar y configurar las pantallas que supervisen las variables en cada uno de los
proyectos creados. Con un básico conocimiento en HTML5 Y CSS se pueden crear
y diseñar gráficos y asociar las tag’s correspondientes al sistema. La plataforma
soporta gestión de bases de datos, tendencias, alarmas y varias herramientas
necesarias en un SCADA pero en la nube. En la figura 48 se pueden observar los
campos para configurar un indicador luminoso en la plataforma.
Figura 48. Diseño de indicador luminoso

Fuente. Autores
En el campo para digitar código HTML se ha creado un indicador que muestra el
estado False o True de una de las variables booleanas del proyecto ScadaFlora, un
proyecto previamente creado y asignado a una Tag (Motor ON, figura 49) para
recibir el dato del estado de esta variable en tiempo real.
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Figura 49. Estado de “Tag” MotorON

Fuente. Autores
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6.2

REQUERIMIENTOS DE SEGURIDAD


El sistema controlará el acceso y lo permitirá solamente a usuarios
registrados. Los usuarios deben ingresar al sistema con un nombre de
usuario y contraseña.



El sistema enviará una alerta al administrador del sistema cuando ocurra
alguno de los siguientes eventos: Registro de nueva cuenta, ingreso al
sistema por parte del cliente, 2 o más intentos fallidos en el ingreso de la
contraseña de usuario y cambio de contraseña de usuario.



Los integrantes tendrán diferentes permisos de usuario según las tareas que
realice en la plataforma.



Los integrantes del grupo de usuario de administrador podrán tener control
sobre los usuarios integrador, cliente e invitado.



El flujo de datos vía internet que realice el software se realizará por medio
del protocolo encriptado https.
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7. ANÁLISIS DE RESULTADOS

Partiendo de una necesidad y de una idea, aprovechando los recursos que nos
brinda la tecnología y la computación en la nube, se ha trabajado en un desarrollo
que proponga seguridad en procesos o maniobras eléctricas que pretendan ser
monitoreados y supervisados en tiempo real. Un largo tiempo se le ha dedicado a
este proyecto, llegando a conocer puntos favorables y mejorar algunas falencias
tanto e software como en hardware, en telemetría como en conexiones de red
físicas, en voltajes de entrada y salida de los dispositivos, en comunicaciones GSM,
en ventajas de protocolos y muchos otros ítems importantes.
Durante el desarrollo surgieron algunos problemas de comunicación especialmente
en el módulo complementario GSM que utiliza la Raspberry Pi para trasmitir por la
red GPRS los datos a los servidores en la nube. Estos módulos son muy delicados,
soportan solamente la red 2G retrasando la trasmisión y algunas veces la red no es
estable la comunicación.
Se optó por trabajar con una “Raspberry PI 2” ya que es una herramienta de fácil
adquisición y con sistema operativo confiable con el que muchos desarrolladores
trabajan, además es un dispositivo de bajo coste con el que se pueden hacer
diferentes tipos de desarrollos y aplicaciones teniendo un conocimiento básico en
su funcionamiento e interpretación de programas de desarrollo como Python, se
trata de un lenguaje de programación multi-paradigma, ya que soporta orientación
a objetos, programación imperativa y, en menor medida, programación funcional.
A pesar de que la Raspberry PI es más considerada una herramienta didáctica y
para proyectos que no requieran mucha información, esta ha trabajado dentro de lo
normal en condiciones industriales y en cuartos de máquinas donde en ruido y las
interferencias son posibles por la distinta maquinaria, puntos calientes y conexiones
eléctricas varias.
Debido a las restricciones que se tienen para visitar los edificios y acceder a los
cuartos de máquinas para hacer pruebas directamente desde los gabinetes de
control de ascensores para pasajeros, se optó por seleccionar un PLC para
remplazar la tarjeta de control de un ascensor MCB (Master Control Board) y lograr
hacer las pruebas pertinentes para el desarrollo de este proyecto. Existes realmente
pocas diferencias entre la electrónica que compone una MCB y un PLC (Tabla 11).
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Tabla 11. Diferencias entre PLC y tarjeta de control para ascensores MCB

Dispositivo

Diferencias


Programable



Entradas limitadas



Pueden ser de entradas de
voltaje AC-DC



Requiere módulos para ampliar
entradas y salidas



Salidas a relé y a transistor



Control
embebido
parametrizable



Alto número de
(Confirmaciones)



Normalmente de entradas a
bajo voltaje DC



Cuenta con varios puertos de
comunicación de bus para
comunicación con otras tarjetas
de control



Salidas a siempre relé

PLC

Tarjeta Control de Ascensor MCB

y

entradas

Fuente. Autor
Se realizaron diferentes pruebas simuladas físicamente sobre el variador de
velocidad para generar un error con por una de las entradas digitales con el que
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este cuenta, esto con la finalidad de conocer cuánto es el tiempo de respuesta al
momento de generar la falla y que la RTU suba esta información o bit de falla a la
plataforma.
Para que la Raspberry Pi programada en modo RTU trasmita y lea los datos que se
van enviando a los servidores en la plataforma es necesario que la RasPi siempre
esté conectada a internet y esto se puede hacer de dos formas. Por medio de un
módulo GSM o directamente desde uno de los 2 puertos Ethernet que trae. A veces
en sitios remotos es difícil encontrar una conexión a internet estable por esta razón
se optó por que la RasPi tuviera un módulo complementario para suplir las
necesidades de conexión a internet.
Sin embargo la conexión más efectiva para que los tiempos de respuesta de datos
sean más rápidos la conexión por Ethernet es la mejor opción, por medio del módulo
GSM los datos tardaban hasta 10 segundos en actualizarse en la plataforma. Otra
ventaja importante es tener la posibilidad de conectar el PLC y la RTU en red por
medio de un pequeño switch o router también con conexión a internet. Tener estos
dispositivos en red facilita la manipulación de los datos por Modbus TCP/IP. A
continuación se muestra en la tabla 12 las ventajas y desventajas entre la
comunicación con un módulo GSM y un puerto Ethernet de la RasPI.
Tabla 12. Módulo GSM Vs. Puertos Ethernet

Dispositivo

Ventajas y desventajas

Módulo GSM 2G
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Retrasos
respuesta



Caída de red



Alto costo en datos



Susceptible a ruidos

en

tiempos

de

Router Ethernet



Rápida respuesta



Conexión
con
dispositivos en red



El ancho de banda no limita la
trasmisión



Fácil configuración

varios

Fuente. Autor

7.1

ALCANCES Y PROYECCIÓN FUTURA

Existen actualmente en el mercado tecnológico industrial una gran gama de
dispositivos dedicados a la trasmisión de datos de forma remota, para este caso
RTU’s o unidades terminales remotas que facilitan las cosas a industrias y procesos
que necesiten supervisión en tiempo real y que además tengan acceso a una
plataforma de gestión en la nube con las garantías y ventajas que la IoT y la industria
4.0 nos brinda.
Por este motivo y por la investigación que se hizo referente a este proyecto se han
llegado a encontrar varios dispositivos industriales para realizar estas tareas y uno
de estos es el “Siemens IoT 2040” un dispositivo que ayudara para proyecciones
futuras de desarrollo, más potente y diseñado especialmente para trabajar en
ambientes densos con una gran capacidad de gestión y trasmisión de datos y lo
mejor orientado completamente a la industria 4.0. Esta información será expuesta
en el anexo E de este documento.
Como proyección se espera desarrollar un sistema de monitoreo con dispositivos y
hardware que se comuniquen con varios de tantos protocolos industriales que
existen y a su vez se puedan programar sistemas SCADA en la nube con altos
niveles de seguridad y gran capacidad de gestión de tag’s o variables.
Hoy en día la tecnología nos brinda herramientas más potentes para sistemas de
monitoreo robustos, como es el caso del dispositivo IoT 2040 de Siemens (Figura
50). Vale la pena citar este dispositivo en este proyecto que ya que en visión a futuro
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será una herramienta importante para el desarrollo de proyectos de supervisión y
monitoreo basado en IoT o computación en la nube, este dispositivo cuenta con las
características necesarias para integrar un sistema de monitoreo la plataforma
desarrollada
Figura 50. Estructura Siemens IoT 2040

Fuente.https://w5.siemens.com/spain/web/es/industry/automatizacion/simatic/PC_i
ndustriales/Pages/SIMATIC-IOT2040.aspx
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8. CONCLUSIONES

Partiendo de varias visitas en campo y conociendo distintos equipos y dispositivos
que controlan electrónicamente el movimiento de los ascensores, se encontraron
en los más recientes y modernos puertos de comunicación con protocolos
industriales como Modbus, CanBus, Profinet y otros controlados por PLC o
controladores lógicos con Ethernet, facilitando el acceso a los registros y así poder
monitorear y controlar parámetros importantes y obtener códigos de alarmas que
estos mismos generan al momento de fallos.
Todas las maniobras electrónicas de control de ascensores modernas cuentan con
un variador de velocidad tanto para el control del motor de tracción del ascensor
como para la apertura y cierre de las puertas de cabina. De las visitas a campo el
90% de los ascensores tienen protocolos industriales es su variadores de velocidad
como MODBUS, CanBus y otros con Profinet o DeviceNet, permitiendo el acceso a
los registros y lograr el monitoreo de estos equipos.
Para las MCB (Main Control Board) o tarjetas de control para ascensores el caso
fue diferente, ya que un 50% cuenta con protocolos industriales ya sea por el
fabricante o por la antigüedad de las tarjetas. Para el caso de las MCB sin puertos
de comunicación por bus de datos, la solución ha sido identificar las salidas a relé
de la MCB para monitorear los estados de las salidas por medio de las entradas
digitales de la RasPi. En este caso se identifican las fallas comunes en las MCB.
En el desarrollo y en los avances que se daban a lo largo del proyecto se estableció
un protocolo importante para el transporte de los datos a la nube el MQTT. Este
protocolo es normalmente utilizado para la comunicación M2M (“machine to
machine”, maquina a máquina) y va orientado a la comunicación de sensores y
consume poco ancho de banda. Cumple con una topología tipo estrella y tiene gran
capacidad de clientes (es de topología cliente servidor pero su creador lo llama
“broker”), por esta razón ha sido fundamental tener claro los conceptos de este
protocolo para comunicarse con los dispositivos en campo.
Gran parte del trabajo se ha dedicado a la configuración de la Raspberry PI para
que trabaje como RTU y que estuviera en la capacidad de hablar el mismo idioma
con los protocolos que manejan los distintos dispositivos en campo y que
mantuviese la conexión sin perder comunicación, además de que los datos
trasmitidos llegaran en un tiempo admisible (entre 2 y 10 segundos dependiendo la
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disponibilidad de la red) a los servidores en la nube. Diferentes librerías y desarrollos
existen para configurar y poner a punto en este caso el sistema de monitoreo,
muchas de estas librerías que se encuentran en las redes de desarrolladores y en
las páginas oficiales de los productores de tecnología fueron descargadas y usadas
con éxito, facilitando la comunicación y la interpretación de cada uno de los
diferentes protocolos encontrados en campo.
En campo se encontraron toda clase de variadores de frecuencia o velocidad pero
todos con un mismo fin. Con ayuda de los manuales es sencillo conocer y acceder
a los registros que conforman cada uno de los parámetros en los variadores de
velocidad, esta información es vital para que la tarjeta de control de ascensores
MCB o en este caso el PLC seleccionado, cumpla con la tarea de leer o escribir un
dato en los registros, que a su vez, es enviado o recibido desde la plataforma, para
lograr poner a punto el sistema de monitoreo en tiempo real, notificando cualquier
fallo o alarma, y así el operario que está a cargo de la supervisión del sistema tome
acciones inmediatas en caso de un daño o avería.
Con distintas pruebas de trasmisión de datos realizadas en campo vale la pena
tener en cuenta que un dispositivo como una RaspberryPi, que a pesar de tener un
sistema operativo y operar de buena manera a pesar de las exigencias industriales,
muchas veces se ve susceptible especialmente al ruido eléctrico que existe en un
cuarto de máquinas, donde normalmente se encuentra el control de un ascensor, la
solución fue ubicar la RasPi en un gabinete con protección IP-54 o un lugar
independiente del gabinete de control del ascensor para evitar sobrecalentamientos
e interferencias de trasmisión de datos por ruido.
Por otro lado, la solución más aceptable para monitorear un proceso industriale de
este tipo, que se encuentren ubicados en sitios remotos y que sea necesario hacer
uso de la computación en la nube o la IoT para almacenar datos, supervisar
sistemas de control, o diseñar un sistema SCADA en la nube, se puede utilizar un
hardware más robusto y diseñado para condiciones exigentes y trasmisión de datos
en tiempo real, se ha deducido que un dispositivo como el Siemens IoT 2040 citado
anteriormente en los alcances y la proyección, sería una buena solución para estos
sistemas de monitoreo.
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Anexo A



Registros de parámetros Optidrive E2

Fuente. INVERTEK DRIVES LTD - OPTIDRIVE E2 APPLICATION NOTE
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Anexo B



Códigos de error VFD Optidrive E2

Fuente. INVERTEK DRIVES LTD - OPTIDRIVE E2 APPLICATION NOTE
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Anexo C



Funciones generales gabinete demostrativo

Para hacer las respectivas pruebas de monitoreo en tiempo real, ha sido construido
un gabinete que contiene los siguientes elementos y dispositivos:








PLC Kinco K205 16DR
Variador de frecuencia (VFD) Invertek Optidrive E2
Raspberry PI 2 y sus módulos de comunicación
Protecciones
Fuente 24 VDC
Borneras
Motor eléctrico 220V, ½ HP
Figura 36. Funciones gabinete demostrativo

Fuente. Autor
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Piloto falla: Se enciende cuando una falla ocurre en el variador de velocidad.



Piloto local/remoto: Se enciende cuando el gabinete esta en modo remoto, al
apagarse queda en modo local.



Piloto motor ON: Se enciende cuando el motor arranca.

El gabinete se ha construido de forma funcional, es decir que se pueden asignar
diferentes funciones a los selectores y a las luces piloto, esto con el fin de hacerlo
didáctico y de poder realizar distintos tipos de pruebas. Se espera a futuro integrar
al proyecto un medidor de energía y un medidor de temperatura y con la
instrumentación necesaria se podrán también monitorear datos de cualquier tipo de
instrumento que cuente con un protocolo industrial.

87

Anexo D



Layout gabinete demostrativo
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Anexo E


Plano de conexiones unifilar de gabinete demostrativo

89

90

