
























研究成果の概要（和文）：本研究を通じ，研究代表者は先に提案された Basic Protocol Logic と
呼ばれる一階述語論理を拡張し，暗号プロトコルの計算論的安全性を検証するための論理体系




研究成果の概要（英文）：We developed an extended inference system based on Based Protocol 
Logic (BPL), a variant of first order logic for proving correctness of cryptographic 
protocols. This extended system was obtained from BPL by adding some computational aspects 
of cryptography and sound with respect to a computational semantics. We also demonstrated 
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BAN 論理をはじめ，John Mitchell らの研究
グループによる Protocol Composition Logic
（PCL），また研究代表者らによって先に提案
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