

























などが重要であるが、以下、 1，2， 4.について簡単に説明する。具体的な説明の大部分は UNIXを前




























ここでは、 (a)の機能が不十分な場合や、そうでなくても、 (a)の保険としても必要となる (b)のプ
ログラムとして、 xinetdを紹介するね。
xinetdは、 UNIX標準のスーパーデーモン(ネットワークアプリケーションを起動する共通親プロ












log_type SYSLOG auth notice 
log_on_success HOST PID 
log_on_failure HOST 
only_from 127.0.0.1 
disabled tftp whois rquotad rstatd rusersd 



























= HOST PID USERID DURATION 
















• CERT j CC (Computer Emergency Response Teamj Coordination Center， CMU.)↑6 
• CIAC(Computer Incident Advisory Capability， U.S. Department of Energy)↑7 
• LOpht Heavy Industries Security Advisories↑8 
• JPCERTjCC(Japan Computer Emergency Response TeamjCoordination Center)↑9 










































↑11 net-adminl!ml. nagasaki -u. ac. jp 
↑12 http://官官官・ jpcert.or.jp/tech/98-0001/
↑13 ftp:/ /ftp.kyoto. wide. ad・jp/pub/mail/CF/





































↑19 /etc/hosts. equi v， /etc/exports， /. rhosts等は中身を完全に理解できている場合以外は消す。
↑20電話番号を部外者に公開しないことが第一歩であるが、範囲を予想して順に番号を試すツールも出回っている。
↑21お金があれば外注することもできるかも知れないが、、、
