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要　　　旨
通信傍受はとりわけ組織犯罪やテロ犯罪など大規模かつ組織的な犯罪に対し強力な捜査手法となる
が，我が国における通信傍受の実状は対象犯罪が極端に限定されていることと，手続上の厳格さから，
およそ効果的に運用されているとはいい難く，今一度，変容する組織犯罪・テロ犯罪に対する武器とし
て検討することには大きな意義があると考えられる．そこで本稿は我が国の通信傍受法制の母体とな
り，さらには戦後の憲法を形成したアメリカ合衆国における法制度と判例法理の検討を行い，特にテロ
対策としての通信傍受はその性質上，諜報目的と刑事訴追目的を明確に区分することが困難な場面があ
り，その傍受の要件がアメリカ合衆国では緩和されることがあることを指摘し，今後の課題について検
討する．本稿はこのような視点に立ち，アメリカ合衆国の主に刑事訴追目的での通信傍受法制を中心に，
紹介，比較，検討を行い，今後の日本法への示唆の足掛かりとなることを目指すものである．
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Ⅰ　は じ め に
我が国には，戦後から暴力団を主とする犯罪組
織が継続して存在しており，現在では暴力団は経
済システムの中に深く侵入するとともにその犯罪
も相当巧妙化してきている． 1）このような犯罪組
織は薬物事犯，賭博事犯，売春事犯，また，殺人，
誘拐などの凶悪事犯などにおいては犯罪自体が当
初から摘発を免れるように巧妙かつ計画的に遂行
され，また，協力者が得られ難いことから，一定
の条件の下で犯罪捜査のため電話の傍受を認める
ことが妥当である． 2）現在，我が国においては「犯
罪捜査のための通信傍受に関する法律」（以下，
通信傍受法と呼ぶ）があるが，その対象犯罪は 4
類型と極めて限定的であり，要件も世界的に見て
も極めて厳格である． 3）このような極めて厳格な
通信傍受法は一度要件を充足すれば非常に強力な
武器となるが，あまりにも対象犯罪が狭すぎるこ
ととこの要件の厳格性のために有効に活用できて
いるとは言い難い．特に近時では，一向に被害が
減らない特殊詐欺であるいわゆる「振り込め詐
欺」が暴力団の資金源であることが伝えられてい
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ることや， 4）人身売買に犯罪組織が関係し，莫大な
利益を得ていることが指摘されており， 5）組織犯
罪対策としての通信傍受を今一度検討することに
は大きな意義があると考えられる．
そして，我が国においてテロリズムといえば
1995年の東京地下鉄サリン事件などが代表的なも
のであるが，現在ではテロの主体が9.11テロ事件
のようなアル・カーイダ自身が計画し，実行する
ものから，その思想に共鳴し，自ら過激化した個
人やグループによるものへと変化するなどテロを
巡る情勢は依然として厳しいままである． 6）その
ような中でテロ計画を早期に発見し，テロが実行
される前にテロリストを検挙する上でテロリスト
と疑われている者の通信を傍受することは有効で
あると考えられ，諸外国で通信の傍受が実施され
ているが，我が国の通信傍受法にはテロ関連の犯
罪がその対象犯罪とされておらず，現状ではテロ
対策の有効な手段とはなり得ていない． 7）このよ
うなことから，我が国をテロの脅威から守り，国
際社会の中でテロ対策の抜け穴とならないように
通信の傍受を認めつつ，他方で国民のプライヴァ
シーを保護し，適切に国家安全保障上の要請を衡
量することが重要であると考えられる．このよう
なことから，テロ対策としての通信傍受について
憲法上の要請に鑑みて，法律上の枠組みを検討す
ることには大きな意義があると考えられる．
これらの組織犯罪対策としての通信傍受及びテ
ロ対策としての通信傍受を我が国で検討する際に
は組織犯罪及びテロ対策先進国を参考とすること
が有益であると考えられ，この点，戦後，我が国
の憲法を形成したアメリカ合衆国における理論及
び実務を参考とすることが有益かつ意義あること
であると考えられる．捜索・押収を規律する我が
国の憲法35条は合衆国憲法第 4 修正 8）に由来して
おり，身体，住居，書類，所持品が他者から侵害
を受けないことはもちろん，強制力の行使は国民
の基礎的な権利の保障のために付与され，付託さ
れている政府の権限行使から侵害されないことが
そこでは明言されている． 9）アメリカではこの第
4 修正の解釈を通してプライヴァシー権の存否，
その侵害の有無が決定され，我が国では憲法33条
と35条に照らして決定されることとなるのであ
る． 10）したがってアメリカでの通信傍受をはじめ
とする電子的監視を巡る第 4 修正法理及びその実
務を検討することは，今後の我が国の憲法35条に
照らした電子的監視を用いた法執行活動を検討す
る際に有益かつ大変意義があることであると考え
られる．この電子的監視を巡る第 4 修正法理の変
遷を理解するためにはまず，その関連する諸判例
を検討することが求められることから，次章では
それらの紹介及び検討を行うこととする．
Ⅱ　アメリカ合衆国における刑事訴追目的での通信
傍受法（Omnibus Crime Control and Safe Street 
Act of 1968, Title Ⅲ）制定までの判例の流れ 11）
1 ．Olmstead v. United States 12） ～ Berger v. 
New York 13）
電子的監視を巡る第 4 修正法理の発展を検討す
る際にランドマークとなる判例は周知の通り，
Katz v. United 14）であるが，それ以前の第 4 修正法
理を確認しておくことが有益であると考えられる
ことから，ここで概観することとする．まず，第
4 修正法理において重要なのがOlmstead v. Unit-
ed Statesである．本件において被告人は禁酒法
（National Prohibition Act）（27 U.S.C.）に違反し
たとして酒類の所持，運搬，輸入，販売の共謀罪
等で起訴された．この捜査に際して連邦の酒類取
締官は被告人の住居等の電話の内容を無令状で傍
受し，証拠を収集していた．被告人はこの取締官
の行為が第 4 修正に違反する不合理な捜索・押収
であると主張し，合衆国最高裁判所がサーシオレ
イライを認容した事案である．本件は通信の傍受
につき合衆国最高裁判所が初めて判断を下した事
例としても重要な判例である．ここで合衆国最高
裁判所は第 4 修正上の捜索・押収を構成する 2 要
件，すなわち「物理的な侵入があること」及び「押
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収対象物の有体物性」という要件を課し，本件は
両者の要件を満たしていないために第 4 修正上の
捜索・押収には当たらないとの判断を下した，そ
の後，Goldman v. United States 15）においてもこの
考え方が踏襲され，Olmstead・Goldman法理とし
て確立し，第 4 修正上の捜索・押収を判断する基
準となった．しかし，この法理もSilverman v. 
United States 16）を皮切りに黙示的に崩壊していく
こととなり，Wong Sun v. United States， 17）Clinton 
v. Verginia 18）においてもそれぞれ「押収対象物の
有体物性」と「物理的侵入の要件」が緩和されて
いった．このような第 4 修正法理の潮流の変化と
並行して，州において定められる通信傍受法制を
巡る問題も生じるようになった．Berger v. New 
York 19）では酒類取扱免許の発行に関する賄賂収
受の共謀の捜査に際して検察庁はハリー・ネイ
ヤーという弁護士の事務所に傍受機器を60日の期
間で設置する傍受命令を州最高裁判所より入手
し，さらにこの傍受から得られた手がかりに基づ
いて，検察は同様の期間，ハリー・シュティンマ
ンという者の事務所に傍受機器を設置することを
許可する第二の傍受命令を得た． 2 週間ほどの傍
受の後，二つの酒場についての酒類取扱免許の発
行に関する共謀が発覚し，被告人Bergerがその賄
賂収受の仲介者として起訴され，Supreme Court, 
New York County, Supreme Court, Appellate Divi-
sion, First Department及びコートオブアピールズ
で有罪判決が下された．Bergerは，私的かつ憲法
上保護された建物へのトレスパスを伴う傍受の制
度を規定しているニューヨーク州の刑事訴訟法は
「一般的捜索」を認めるものであり，第 4 修正に違
反すると主張し，合衆国最高裁判所はサーシオレ
イライを認容した．合衆国最高裁判所は「会話」
も第 4 修正の保護の範囲内にあり，それを捕捉す
るために電子機器を用いることは第 4 修正上の
「捜索」に当たると判断した上で前述の各判例に
てOlmstead・Goldman法理が崩壊していること
を指摘しつつ，ニューヨーク州の刑事訴訟法は犯
罪の証拠が入手されると思料するに足る合理的根
拠があると述べるディストリクト・アターニーも
しくは司法長官，もしくは巡査部長以上の警察官
の宣誓に基づいて傍受を認める命令もしくは令状
の発付を認めており，そのような要件は第 4 修正
の下での相当理由の観点から疑問を生じさせるこ
と，さらに令状は捜索すべき場所及び押収するべ
き身体と物を特定して明示することにも基づいて
発付されなくてはならないが，ニューヨーク州の
刑事訴訟法はこの点を欠いていること，証明の特
定性と信頼性の根拠は，傍受の場合には特に重要
になることから，ニューヨーク州の刑事訴訟法は
実際には電子装置による一般的な捜索を許すもの
であると批難した．また，法律は「傍受又は記録
されるべき通信・会話をなす者」の名を求めてい
ることは事実であるが，これは憲法上保護された
領域が侵害される個人を特定しているのであり，
押収されるコミュニケーション，会話，話を特定
して記していることとはならず，傍受を行う官憲
の裁量にあまりにも委ねすぎることとなると批判
され，法律は単一の相当理由を示すことで一連の
侵入，捜索，押収を 2 か月もの期間，これを行う
ことを承認しており，そのような長期かつ 1 日24
時間もの継続的な期間の監視は捜査中の犯罪と関
係があるかどうかに関係なく傍受機器によって監
視される領域に入ってくるあらゆる個人の会話を
無差別に押収することとなると批判された．さら
に法律は求められる会話が押収された後でも傍受
の終了時期について何ら規定をしておらず，完全
に官憲の裁量に委ねられていること，傍受対象者
への告知要件がないこと令状の返還も法が求めて
いないことを指摘し，ニューヨーク州の刑事訴訟
法の文言が第 4 修正の要請に反して一般令状に
よって住居や事務所への不法侵入を許すものであ
るとし，原審を破棄した．本件において，合衆国
最高裁判所は政府が被告人の第 4 修正上の権利を
侵害したかどうかについては答えなかったが，合
衆国最高裁判所はBergerをニューヨーク州法の
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内容を検討し，どの部分が違憲でありどの部分が
違憲ではないのかを説明する機会として捉えてい
たといえる． 20）このBergerにおいて通常とは異な
る課題に直面していたことは，合衆国議会の連邦
の通信傍受を規律する法の改正への強い関心が一
つの例として挙げられる． 21）Bergerの審理中，合
衆国議会はニューヨーク州法に従って通信傍受に
関する法の改正を審議中であり，どのような通信
傍受に関する法を合衆国最高裁判所が認めるもの
であるのかを知る機会を待っており， 22）Bergerは
このようにして第 4 修正に照らしてニューヨーク
州法が違憲である部分を細かく述べることで通信
傍受に関する法律の形成に時期に適った影響を与
えた事案であったといえよう．本件はプライヴァ
シーの合理的な期待を基にした被告人の第 4 修正
上の権利の侵害の有無についての個々の判断とい
うよりも第 4 修正の禁止する一般令状による一般
探索的な捜索を認めるニューヨーク州法が第 4 修
正に照らして違憲であることを強調した判例で
あった．
2 ．Katz v. United States
以上がKatz v. United Statesまでの第 4 修正法理
の流れであり，Olmstead・Goldman法理の出現と
その衰退について概観した．そして1967年，つい
にOlmstead・Goldman法理が明示的に変更され
る本判例が出されることとなったのである．Katz
においてFBI捜査官は被告人が電話を掛けた公衆
電話ボックスの屋根に電子的傍受録音装置を設置
し，電話での会話の一方当事者である被告人の会
話を聞き，証拠を収集した．その後，被告人はこ
のような証拠に基づき起訴され，ディストリクト
コート及びコートオブアピールズで有罪判決を受
けた．被告人は当該捜査官の傍受，録音行為は第
4 修正に違反するものであると主張し，合衆国最
高裁判所がサーシオレイライを認容した．スチュ
ワート裁判官執筆による法廷意見では第 4 修正
は，場所ではなく人々を保護しており，個人がそ
れと知っていながら公にさらすことはたとえそれ
が住居や事務所の中であったとしても第 4 修正の
保護を受けないが，個人が私的なものとして守ろ
うとするものは例えそれが公の手の届く領域に
あったとしても憲法上の保護を受ける場合がある
と述べ，上述したOlmstead・Goldman法理の崩壊
を指摘し，本件FBI捜査官の活動が違憲であると
判示した．また，ハーラン裁判官はその補足意見
において，個人が実際の（主観的な）プライヴァ
シーの期待を示したということ，その期待は，社
会が「合理的である」と認める準備ができている
ということが第 4 修正上の捜索・押収を構成する
際の基準として述べ，その後の第 4 修正上の捜
索・押収について判断する際の試金石とされるこ
ととなった．ただし，法廷意見での脚注が本件判
断は国家安全保障の事案までをも射程とするもの
ではないと指摘していることには注意が必要であ
る他，ホワイト裁判官による補足意見において国
家の安全を保護するための傍受は大統領もしくは
主席法務官，司法長官が国家安全保障の要件を検
討し，電子的監視を合理的であるものとして承認
した場合には令状手続及びマジストレイトによる
判断を要件として課すべきではないと判断してい
ることにも注意が必要である．このことから留保
されたこの問題について国内の国家安全保障上の
監視と国外の国家安全保障上の監視の枠組みは依
然として明確な規律がなく行われていくことと
なったことにも注目すべきであろう．
Ⅲ　アメリカ合衆国における刑事訴追目的での通
信傍受に関する法律と関連判例
1 ．Omnibus Crime Control and Safe Street Act 
of 1968, Title Ⅲ 23）
合衆国議会は上述の判例の蓄積の結果，1968年
に刑事訴追目的での通信傍受を規律する犯罪の取
締り及び街路の安全に関するオムニバス法第 3 編
（Omnibus Crime Control and Safe Street Act of 
1968, Title Ⅲ， 以下，TitleⅢと呼ぶ）を制定した．
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ここではその基本的な内容について紹介する．
尚，手続の内容は基本的には最新の法律と同様で
あるため，必要に応じて，最新の法律にも言及し，
紹介することとする．
まず，TitleⅢがその規律の対象とする射程であ
るが，法は当初，有線通信に対する傍受を規律し
ていたのみであり，そこでの有線通信とは「州際，
外国通信，もしくは州際，外国交流に影響を与え
る通信を行うために施設を提供，もしくは運営す
ることに従事しているあらゆる者によって提供，
もしくは運営されている発信元，受信元間の通信
（変換施設におけるそのような通信も含む）のよう
なものを用いて全部もしくは一部が有線，ケーブ
ルもしくは通信伝達施設を通じてなされる聴覚を
用いた通信をいうもの」と規定される． 24）ここで
重要なことは「聴覚を用いた通信」という文言で
あり，聴覚を用いた通信とは「あらゆる通信地点
間及び発信元，受信元間での人間の声を内容とす
る通信伝達」と定義されている． 25）したがって，声
音が含まれない電子データ等の傍受は本法律の段
階では一切規律されていないことが重要であ
る． 26）このような傍受対象の定義の下，TitleⅢは
前述したBerger及びKatzでの合衆国最高裁判所に
よる示唆を受け，厳格な傍受手続を規定している．
傍受を実施するためには裁判所命令を得ることが
原則となっており，まず，司法長官（Attoney Gen-
eral）もしくは，司法長官によって特別に任命を受
けたあらゆる司法次官補（Assitant Attoney Gen-
eral），は第2516条で規定される前提となる犯罪の
証拠を傍受によって得られると思料する場合，管
轄権を有する法域の連邦裁判官に傍受の申請をす
ることを承認することができると規定する． 27）
傍受命令の申請はこのような行政部局内での申
請許可を得た後，管轄権を有する法域の裁判官に
対し宣誓もしくは確言を記述してなされなくては
ならず，申請を行うことができる権限を有してい
ることを述べなくてはならない． 28）申請は命令が
発せられるとの思料を正当化する過程で申請者が
依拠した事実と状況をすべて，完全に述べること
を求めており，ⅰすでに行われた，現に行われて
いる，もしくはこれから行われようとしている特
定の犯罪，ⅱ一定の場合を除き，通信が傍受され
ることとなる施設の性質と所在地や場所，ⅲ傍受
される通信の形式，ⅳ可能ならば犯罪を行ってい
る個人及び通信が傍受されることとなる個人の身
元の特定をすることが要件とされている． 29）政府
は他の捜査方法の利用を試みたか否か，そしてそ
れが失敗したか否か，またはそれらの捜査方法が
なされた場合に合理的に考えて成功しない，もし
くは危険が高すぎると思料する理由について完璧
かつ完全に説明しなくてはならないこととされ
た． 30）TitleⅢはまた，傍受が行われるべき期間を
述べ，捜査の性質上，傍受の承認が申請の際に記
述した会話の種類を最初に補足した時に自動的に
失効するべきではない場合には，同様の種類のさ
らなる会話がそこから行われるであろうと思料す
るに足る相当理由を証明する事実を具体的に説明
することが求められる． 31）傍受命令の延長申請を
なす場合には今までに当該傍受によって得られた
結果，もしくはそのような結果を得られていない
ことを合理的に説明しなくてはならない． 32）
このような傍受申請の許可を得た後，初めて当
該申請は裁判官による審査を受ける．ここでいう
裁判官とは，連邦の場合であれば，合衆国ディス
トリクトコート及び合衆国コートオブアピールズ
の裁判官を指し，州の場合は州法によって認めら
れた州の一般的な刑事法域のあらゆる裁判所の裁
判官と定められ， 33）その上で，裁判官は上述した
こと以外にも申請に際して政府の主張を支える付
加的な意見や書面による証拠の提出を求めること
ができる． 34）裁判官はこれらの情報に基づいて以
下の 4 点について審査をする．すなわち⒜当該対
象者となる個人が第2516条で列挙されている特定
の犯罪を行っている，行ったもしくは行おうとし
ていると思料するに足る相当理由が存在するこ
と，⒝その犯罪に関する特定の通信が傍受を通じ
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て入手されるであろうとの相当理由が存在するこ
と，⒞通常の捜査手続が試みられ，それが失敗し
たか，もしくはそれを試みると成功しない，もし
くは危険であると合理的に考えられること，⒟有
線通信が傍受される施設，または場所が犯罪の遂
行に関連して対象者となる個人によって利用され
ている，もしくは利用されることとなる，または
その個人に対し貸される，その個人の名義で登録
されている，またはその個人によって日常的に利
用されているとの相当理由が存在することについ
て判断し，このうち一つでも相当理由が存在しな
いと判断する場合には傍受命令を発することはで
きない． 35）傍受命令を発するにあたって命令は以
下の 5 点について具体的に特定していなければな
らない．すなわち⑴可能であれば傍受対象者の身
元，⑵傍受する権限が与えられる通信施設もしく
は場所の性質と位置，⑶傍受が試みられる通信の
形態についての具体的な説明とそれが関係する具
体的な犯罪についての説明，⑷通信を傍受する権
限を与えられた機関及び申請を承認した者の特
定，⑸申請で説明された通信が最初に得られた場
合に傍受は自動的に終了するか否かについての記
載を含む傍受が承認される期間について記載して
いなくてはならないこととなっている． 36）また，
傍受期間についてはいかなる場合も30日を超えて
はならないこととなっており，これは現在では捜
査機関が傍受を開始した初日か命令が発せられて
から10日のいずれか早い方から起算することと
なっている． 37）傍受期間の延長については当初の
傍受申請と同様の申請を行い，裁判所が当初の申
請に対する判断と同様の方法で判断を行うことと
なっており，その目的を達成するために必要とさ
れると裁判官が判断する期間を超えてはならず，
いかなる場合も通じて30日を超えてはならないこ
ととなっている． 38）傍受命令及び傍受延長命令は
傍受は可能となったらすぐに開始すべき旨が記載
されており，傍受されるべきでない内容を最小化
する方法でなされ，対象となる通信を捕捉した場
合には即座に終了しなくてはならない． 39）命令を
発する裁判官は傍受の実施状況と傍受の継続の必
要性を報告することを要件とすることができ，そ
の期間の幅については裁判官が決定し，求めるこ
とができることとなっている． 40）また，緊急無令
状傍受の規定もあり，この規定は現在若干の修正
を受けて現存している． 41）この場合，事後的に命
令を得ることになるが，命令が得られない場合に
は，当該傍受は求められている通信が得られた時
点，もしくは傍受命令の申請が却下された時点い
ずれか早い時点ですぐに終了しなくてはならない
こととなっており，当該傍受承認の申請が却下さ
れた場合，もしくは命令の発令なく傍受が終了し
たあらゆる他の場合に，傍受されたあらゆる有線
通信は本法律に違反して入手されたものとして扱
われることとなっている． 42）尚，裁判官は正義の
利益になると判断する場合，傍受命令申請却下
後，または傍受命令の期限が過ぎた，もしくはそ
の延長期限が到来した後，裁判官は事前に正当な
理由の説明を受けていない限り，90日を超えない
範囲で合理的な期間内に関係者に対し⑴命令の発
付または申請の事実，⑵当該命令の発令の日付及
び承認されたまたは承認されなかった期間，もし
くは申請の却下，⑶その期間中に有線通信が傍受
されたもしくは傍受されなかったという事実及び
その期間等について命令または申請書に記載され
ている名前及び傍受された他の当事者宛に通知し
なければならないこととなっている． 43）
傍受された通信について合衆国裁判所管理運営
部の長官は傍受を承認する命令申請の数及び承認
されたもしくは却下された命令の数に関する完璧
かつ完全な報告を裁判官及び司法長官によって提
出されたデータの要約と分析を行ったうえで合衆
国議会に報告することとなっている． 44）また，違法
な傍受に対しては刑事罰による救済 45）がある他，
派生証拠までの証拠排除求めることが可能であ
り， 46）非刑事訴訟による救済も規定されている． 47）
このようにTitleⅢは前述のBerger及びKatzでの
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判断を主に参考とし，厳格な傍受の要件を設定
し，裁判所の命令に従った適正な通信傍受の運用
を企図していたことが窺える．
しかしながら，その後，ヴェトナム戦争の最中，
TitleⅢの要件に従わずなされた国内テロ組織への
無令状通信傍受の可否が争われた事例があり，
Berger, Katzと並び合衆国における通信傍受を巡
る議論に多大な影響を与えることとなった．次に
この判例について紹介及び検討を加える．尚，紙
面の関係から判旨等の一部を要約，削除して紹介
する．
2 ．United States v. U.S. District Court （Keith）, 
407 U.S. 297 （1972） 48） 
【事実の概要】
　 3 人の被告人はミシガン州アンアーバーにある
CIAオフィスを爆破する共謀を行っていた．政府
は被告人らに対し無令状で電話の傍受を行い，政
府財産の破壊の共謀とそのうちの 1 人は破壊の罪
で逮捕，起訴した．被告人は当該通信傍受の情報
を開示する公判前の申立てを行い，政府は「政府
の現状の構造を破壊，転覆する国内組織の試みか
ら国家を守るために必要であると考えられる諜報
情報の収集を行う」目的で通信傍受を承認した司
法長官の宣誓供述書及びディストリクトコートに
よるインカメラでの審査を条件として監視記録を
提出した．これらの根拠に基づいて政府は当該傍
受は無令状でなされたが，国家の安全を守るため
の大統領権限の合理的な行使として合法であると
主張した．ディストリクトコートは当該傍受は第
4 修正に違反するものであると判示し，傍受され
た会話の開示命令を発し，第 6 巡回区コートオブ
アピールズも一審を支持した．Title Ⅲは合衆国法
典タイトル18第2511条 3 項 49）で特定の犯罪に対
し裁判所に承認に基づく電子的監視を行うことを
認めているが，そこでは政府の転覆や「政府の構
造や存在へのあらゆる明白かつ現在の危険」から
国家を守る大統領の憲法上の権限に制限を加えて
いない．政府はこの合衆国法典タイトル18第2511
条 3 項に依拠し，「法の令状要件から国家安全保
障上の監視を除外することにおいて合衆国議会は
事前の裁判官による承認なくそのような監視を行
う大統領の権限を認識していた」との主張を支
え，開示命令を撤回することをディストリクト
コートの裁判官に命令する職務執行令状を求め，
合衆国最高裁判所はサーシオレイライを認容し
た．
【判　　　旨】原判断確認
（パウエル裁判官による法廷意見）
本件は事前の裁判官による承認なく国内の安全
保障上の問題を監視する司法長官を通じた大統領
の権限というデリケートな問題が関係する事案で
ある．歴代の大統領は四半世紀以上も程度の差は
あれ，合衆国議会からの指針や当合衆国最高裁判
所による明確な判断も無くそのような監視を承認
してきた．本件が初めてその争点を当合衆国最高
裁判所に提起するものである．その解決をするこ
とにおいては国家安全保障が問題となるのであ
り，不法な破壊活動と攻撃から国家を守る合衆国
政府にとっても，また，不合理な政府による侵害
からプライヴァシーを守る市民の権利にとっても
繊細さが求められる問題である．
Ⅰ
Title Ⅲ第2510-2520条は第2516条で注意深く具
体的に規定される犯罪類型を対象として電子的監
視を行うことを認めている．そのような電子的監
視は事前の裁判所による命令を受けることとなっ
ている．第2518条は電子的監視の利用のために注
意深く限定された条件と同じく命令を得るために
は申請に必要な内容を詳細かつ具体的に規定して
いる．TitleⅢの多くはBerger v. New York及びKatz 
v. United Statesにおいて当合衆国最高裁判所が明
確に述べた電子的監視の憲法上の要件を充足する
ように起草されている．
政府は第2511条第 3 項に依拠し，「法の令状要
件から国家安全保障上の監視を除外することで合
川澄：組織犯罪・テロに対する刑事訴追目的での通信傍受 321
衆国議会は事前の裁判官による承認なく監視を行
う大統領の権限を認識していた」ものであると主
張する．したがって政府はその規定を本件のよう
な無令状での国内での国家安全保障上の監視を行
う憲法上の権限を大統領が有しているということ
を認め，承認したものであると理解している．当
合衆国最高裁判所は第2511条第 3 項の文言は法律
の立法過程と同様にこの解釈を否定するものであ
ると考える．関連する文言は具体的な特定された
危険から「本章は大統領が国家を防衛するために
必要と考えられる手段をとる大統領の権限を制限
するものと解されてはならない」というものであ
る．この文言は大統領は特定の領域では一定の権
限を有しているとの黙示的な認識に過ぎないもの
であり，このことは条文が「外国勢力による実際
のまたは可能性のある攻撃，または他の敵対行
為」からの国家の保護に言及していることから疑
いはないであろう．しかし大統領の電子的監視の
使用が関係している限りは文言はその性質として
中立である．
第2511条第 3 項はその文言がそのような電子的
監視の目的には完全に不適切であることから何ら
権限は与えていない．第2511条第 3 項は単にTitle
Ⅲは大統領が合衆国憲法の下で有しているような
権限を制限する，もしくは妨げるようには解釈さ
れてはならないことを規定しているだけである．
要するに合衆国議会は大統領の権限については留
保したのである．この考え方はTitleⅢの一般的な
条文の文言によって支持されるものである．第
2511条第 1 項は「本章で具体的に規定される場合
を除いて」電子的監視の使用を一般的に禁止して
いる．第 2 項はそこから 4 つの例外を規定してい
る．それぞれの具体的な例外においてTitleⅢの文
言は次のように規定している．すなわち規定され
る特定の通信の種類を「傍受することは違法とは
ならない」と規定している．ここで関係する第 3
項の文言は第 2 項で述べられた例外と対比される
ものである．大統領による電子的監視の無令状使
用は「違法と解されてはならない」と述べ，そこ
から例外の一般的な基準を採用するのではなく，
第 3 項は単に「大統領の憲法上の権限に制限を加
える」ことについての意図がないことを主張する
だけである．監視を行う権限の明示的な付与は第
2516条に見られ，監視が一定の犯罪の証拠を生み
出す可能性がある場合に司法長官が連邦の裁判官
に監視の申請をすることを認めている．これらの
犯罪は相当な注意を払い，特定性を持って記され
ている．TitleⅢが監視を承認する場合にはその手
続は第2518条に従うこととなる．第2518条第 1 項
は事前の監視命令を事件を扱うことができる法域
の裁判官に申請をすることを要件としており，そ
のような申請で求められる情報について詳細に言
及している．第 3 項は裁判官が傍受を承認する命
令を発する前に確認しなくてはならない必要的な
要素である相当理由について規定しており，第 4
項ではそのような命令の要件とされる内容につい
て規定している．第 5 項は厳格な命令の時間制限
を設けている．第 7 項は司法長官（または州の主
席検察官）が「国家安全保障上の利益を脅かす共
謀活動に関する緊急事態」が存すると判断した場
合について規定している．そのような状況では
「傍受を承認する命令の申請が48時間以内になさ
れることを条件に」緊急監視を行うことができる
こととなっている．そのような命令が得られず，
または申請が却下される場合には傍受は法律違反
となる．
これらと他の相互に関係する注意深くかつ詳細
に述べられた状況で特定の犯罪活動の傍受が許さ
れることを記す規定があることに鑑みると合衆国
議会が国家安全保障という重要かつ複雑な領域に
関して単一の考え方と漠然としたパラグラフで立
法を行ったということは不自然である．これは関
係する問題が繊細であることと合衆国議会が本法
の別の条項を相当に慎重に起草したことと一致し
ないものである．したがって当合衆国最高裁判所
は合衆国議会はTitleⅢが単に国家安全保障上の監
322
視については何ら立法をしていないということを
明確にすることを意図しただけであるという結論
を避けることはできないと考える．
第2511条第 3 項の立法沿革もこの解釈を支持す
るものである．最も関連があるものは上院の議場
でのハート上院議員，ホランド上院議員，マクレ
ラン上院議員の議論である．
ホランド上院議員：「ハート上院議員が解釈した
第2511条第 3 項は何ら積極的に権限を付与するも
のではありません．我々は大統領に対して何ら積
極的に権限を付与しているわけではないのです．
我々は単にここでは合衆国憲法の下で大統領が有
する権限を制限しないということを述べているだ
けであります．我々は大統領に何ら与えておりま
せん．この説明には何ら積極的な権限の付与をし
ているわけではありません．」
マクレラン上院議員：「大統領，我々は何ら大統
領から取り上げようとしているわけでもありませ
ん．ホランド上院議員が述べたことは正しいもの
であります．」
ハート上院議員：「大統領，この法律の文言に
よって大統領に憲法上の権限を拡張することを意
図するものではありません．そのようなことがで
きないのは明白であります．」
マクレラン上院議員：「たとえそのようなことを
意図したとしてもそのようなことはできません．」
ハート上院議員：「しかしながらこの法律の文言
が大統領が現在有していない傍受装置を設置する
権限を含む何らかの権限を付与するように意図す
るものとみなすべきではないということに同意し
ております．さらに大統領，我々の意見交換が明
らかにしていると考えられるように，第2511条第
3 項は何ら現行法の下での大統領の国家安全保障
上の権限という常に究極的に漠然としている権限
に対し制限を加えることを定義しようとすらして
いないのであります．第2511条第 3 項は大統領が
そのような権限を有しているとするならば，Title
Ⅲによって影響を受けない方法で行使されると単
に述べているだけであります．」
合衆国議会の中立性についてのこれほどの明確
な表現を期待することは到底できないであろう．
上述の議論は第2511条第 3 項は何ら国家安全保障
に影響を与える場合に存在する大統領の監視権限
を拡張する，もしくは縮小する，または定義する
ことを意図していないと明示的に述べている．政
府の第2511条第 3 項は合衆国議会が令状の一般的
な要件の例外を規定していると特徴づけを採用す
る場合，本件での監視がその例外に当たるかどう
かということ，並びに，その法律による例外が憲
法上正当なものであるかどうかという問題を検討
することが不可欠となる．しかし，第2511条第 3
項を合衆国議会による中立性の宣言であると考え
るならば当合衆国最高裁判所は当該法律は本件に
おいて主張される行政府の権限の尺度とはならな
いものと判示する．本件では大統領の憲法上の権
限に目を向けなくてはならない．
Ⅱ
初めに，当合衆国最高裁判所に提起されている
問題のその限定的な性質について強調しておくこ
とが重要である．本件ではTitleⅢによって具体的
に承認される電子的監視に対する憲法上の異議申
立てを何ら提起しているものではない．また，国
家安全保障上の利益に無関係な犯罪の監視におい
て令状を入手することの必要性に関しての問題も
本件では扱っていない．Katz v. United States；
Berger v. New York. さらに，本件では国内外を問
わず外国勢力の活動に関しての大統領の監視権限
の射程について判断をすることも求められていな
い．本件における司法長官の宣誓供述書によると
監視は「政府の現存の構造を破壊し，転覆する国
内組織の試みから国家を保護するために必要と考
えられる」と述べられている．直接的にまたは間
接的に外国勢力が関係していた証拠はない．した
がって我々の検討すべき現在の問題は重要なもの
であるが，狭いものである．その問題とはKatzに
おいて未解決のまま残されている問題である．す
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なわち「マジストレイトによる事前の承認以外の
保護策が国家安全保障が関係する状況で第 4 修正
を充足することができるであろうか」ということ
である．この問題の判断は捜索・押収の「合理性」
の第 4 修正上の検討とその「合理性」が令状条項
に照らして内容と意味を引き出す方法が求められ
ることとなる．Coolidge v. New Hampshire. 50）
当合衆国最高裁判所は合衆国大統領には合衆国
憲法第 2 編第 1 条 51）の元で「合衆国憲法を守り，
保護し，擁護する」基本的な責務があると述べる
ことから検討を始めることとする．その責務にお
いて黙示的に述べられていることは政府を不法な
手段で破壊または転覆する者達から保護する権限
である．この責務を果たすことにおいて大統領は
司法長官を通じて政府に対する不法な行為を画策
する者達の計画の諜報情報を入手するために電子
的監視を用いることが必要であると判断すること
がある．科学技術の著しい発展とそれを用いるこ
とにおける洗練性は犯罪活動の計画，遂行，そし
て隠匿のための新たな技術をもたらす結果となっ
た．政府が政府及び遵法的な市民に対し向けられ
ているまさにそれらの技術を慎重かつ合法的に採
用することを否定することは公益に反することと
なるであろう．
「政府の最も基本的な機能は個人と財産に安全
を提供すること」であると言われている．Miranda 
v. Arizona. 52）（ホワイト裁判官による反対意見）政
府が機能し，人民の安全を守るためにその能力を
保護しない限り，社会は無秩序となり，全ての権
利と自由は危機に瀕することとなるであろう．
しかしこれらの基本となる事実を認識すること
は電子的監視を政府が採用することを歓迎するこ
とができる発展とすることにはならないのであ
る．このような能力が遵法的な市民に与えられて
いるプライヴァシーを侵害するために用いられる
という根強い不安感と理解が存在することは理解
できることである．国家安全保障上の事案は「通
常の」犯罪では提起されない第 1 修正及び第 4 修
正の価値を反映することがしばしばある．そのよ
うな事案では行政府の捜査を行う義務はより大き
いことがあるが，それはまた，第 1 修正上保障さ
れている言論の自由が侵害される恐れが大きくな
るのである．「歴史的にイングランドでの言論の
自由及び出版の自由を求めての闘争は捜索・押収
の権力の範囲の問題と深く関係していた．」Mar-
cus v. Search Warrant 53）など．歴史は政府はその
政策を最も熱心に議論する者達を―いかに善意
かつ穏やかであったとしても―疑いの目で見る
傾向があることを実証している．政治的な反対者
の危険は政府が「国内の安全」を守る権限のよう
なあまりにも曖昧な概念の下で活動しようとする
場合に大きいものとなるのである．国内の安全の
利益を定義することの困難さを考慮すると，その
利益を守るために行動することを濫用する危険が
あることは明白である．合法的な政治的反対者の
代償は監督を受けない監視権限に服することを恐
れることであってはならないのである．また，承
認されていない官憲の盗聴の恐怖が快活な市民の
反対意見の主張と私的な会話での政府の活動につ
いての議論を抑止することもあってはならないの
である．私的な会話での反対意見の主張は公に開
かれた議論に劣らないほどに我々の自由な社会に
とって不可欠なものである．
Ⅲ
第 4 修正はその文言において絶対的なものでは
なく，本件における当合衆国最高裁判所の役割は
問題となっている基本的な諸価値を検討し，衡量
を行うことである．すなわち政府の国内の安全を
守る義務と個人のプライヴァシーと表現の自由に
対する不合理な監視によってもたらされる潜在的
な危険性について検討し，衡量を行うということ
である．国内の安全を守るという政府の正当な必
要性が電子的監視を用いることを求めるならば，
問題はそのような監視が行われることに先立ち令
状を要求することで市民のプライヴァシーと言論
の自由の必要性がより保護されない場合があるの
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か否かということである．また，令状要件が政府
に対する破壊活動と転覆行為から政府を保護する
試みを不当に妨げることとなるであろうかという
ことも問われなくてはならない．
第 4 修正は「不合理な捜索・押収」について広
範に述べているが「合理性」の定義は少なくとも
部分的には令状条項のより具体的な命令にかかっ
ている．「関連があるテストは捜索令状を入手す
ることが合理的であるかどうかではなく，捜索が
合理的であるかどうかである」と主張した者もい
た．United States v. Rabinowitz． 54）しかしながらこ
の考え方は第 4 修正の第二文を見落とすものであ
る．第 4 修正の令状要件は死語ではないのであ
る．そうではなく，数十年に渡る憲法の価値のあ
る部分であり，国中の裁判所での多くの事件の結
果を決定してきたものである．
本件において事前に裁判官の承認を容易に得る
ことができたであろう政府のプラモンドンの会話
の監視は合理的であると言えるであろう．しかし
当合衆国最高裁判所は「官憲が特定の犯罪の証拠
を発見すると合理的に期待しており，任意にその
目的に適う方法で監視活動を侵害の程度が最低限
になるようにしたということだけで捜索を支持し
たことは一度もない．」Katz v. United States. 第 4
修正は事前の裁判官の承認を予定しており，行政
府の裁量が合理的に行使されるであろうとの危険
を冒しているわけではない．Beck v. Ohio． 55）
令状要件には例外があることは事実である．
Chimel v. California 56） ; Terry v. Ohio ; McDonald v. 
United States 57） ; Carroll v. United States． 58）しかし
これらの例外は数が少ない上に注意深く説明され
ているものである．Katz v. United States.
政府は国内の安全保障上の監視に適用される特
別な状況はその令状要件のさらなる例外を必要と
するものであると主張する．その主張の中で政府
は事前の裁判官の承認は国内の安全を守る大統領
の憲法上の義務を遂行することにおいて妨げとな
るものであると述べる．さらに政府は破壊活動を
行おうとする勢力に関して諜報情報を収集し，そ
れを維持することにそれらの監視は向けられてお
り，特定の犯罪の訴追のための証拠の収集を試み
るものではないと主張している．この種の監視は
継続的な諜報収集ではなく犯罪活動に対する捜査
を規律するために確立された伝統的な令状要件に
は服すべきでないと主張するのである．また，政
府は「実際上の問題として監視は国家の安全を守
るために必要であると思料するに足る相当理由が
存在するかどうかを判断するのに必要な知識も技
術も」裁判所は有していないと主張している．こ
れらの安全保障上の問題は裁判所が評価する能力
を超えた「膨大な複雑かつ微妙な要因」が関係す
るものであると結論付けている．令状要件の例外
を求める最後の理由付けとして政府は国内の安全
保障上の監視に関係する情報のすべて，もしくは
重要な一部だけでもマジストレイトに対し開示す
ることは「国家安全保障に対する重大な危険とな
る可能性があり，情報提供者及びエージェントの
生命に対しても重大な危険となる可能性がある」
と考えている．秘密性は諜報収集において不可欠
の要素である．事前の裁判官による承認を求める
ことは「情報漏えいの大きな危険性をもたらし，
その理由は裁判官に加えてクラーク，速記官，そ
して監視の内容を知らされる可能性がある裁判所
の業務を行っている者や廷吏のような他の職員が
いるからである」．
これらの令状要件からの完全な例外のための主
張は大統領と国内における国家安全保障の実施の
ために主張される際には最も慎重な検討をしなけ
ればならないのである．当合衆国最高裁判所はそ
れらの主張を容易く否定するものではなく，それ
は特に世界規模での混乱の場合と国内での市民の
混乱状態が我々の歴史の混乱があった期間以上に
より，広まっている場合にそのように考えられ
る．政府の立場に実際的な説得力があることは疑
いがない．
しかし当合衆国最高裁判所は政府のそのような
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主張は第 4 修正の基準から逸脱することを論証で
きていないと考える．説明された状況は事前の裁
判官の相当理由の検討から国内の安全保障を完全
に除外することを正当化するものではない．官憲
による監視が犯罪捜査であろうと継続中の諜報収
集であろうと憲法上保護される言論の自由のプラ
イヴァシーに対する侵害の危険性は存在してい
る．国家安全保障上の監視は国内の安全保障とい
う概念に固有の漠然性があることとそのような監
視を政治的な反対意見を持つ者達を監視するため
に利用する誘惑があるために特に繊細なものであ
る．当合衆国最高裁判所は大統領の国内の安全保
障で演じる役割について憲法上の根拠があること
は認識しているが，そのような権限は第 4 修正の
要件を充足する方法で行使されなくてはならない
と考える．本件において当合衆国最高裁判所は適
切な事前の令状手続を要するものと判示する．
当合衆国最高裁判所は政府の国内の安全保障上
の問題は裁判所が評価するにはあまりにも微妙
で，複雑であるとの主張も受け入れることはでき
ない．連邦の裁判官は社会の最も難しい問題を定
期的に扱っており，国内の安全保障上の事案が関
係する問題を扱えないと考える理由はない．
また，当合衆国最高裁判所は事前の裁判官の承
認が官憲による諜報収集に重要となる秘密性を挫
いてしまうとも考えない．犯罪活動の捜査は関係
する秘密性を尊重する裁判官に対し繊細な情報を
伝えることが長きにわたり関係してきた．裁判官
は特に国家安全保障上の問題における安全面での
要請を理解していると想定することができるので
ある．TitleⅢはすでにこの責任を第2516条第 1 項
a号及びc号に規定するスパイ行為，破壊活動，反
逆のような犯罪と関連し裁判官に対し課している
のであって，それは外国からの国家安全保障上の
脅威と同様に国内の安全保障上の脅威も含むもの
である．さらに言えば令状の申請は公開のもしく
は論争当事者主義的な手続を経るわけではない．
すなわちそれはマジストレイトや裁判官の面前で
の一方当事者による請求である．
したがって当合衆国最高裁判所は本件における
政府の懸念が捜索，監視の開始に先立ち裁判官の
承認を得るという伝統的な第 4 修正の要件から逸
脱することを正当化するものではないと結論付け
る．
Ⅳ
本法廷意見の結論を出す前に当合衆国最高裁判
所は当判断の射程について強調しておく．本件は
初めに述べたように国家安全保障の国内の側面の
みが関係する事案である．したがって当合衆国最
高裁判所は外国勢力や外国勢力のエージェントの
活動が関係する問題については判断をしていな
い．また，当合衆国最高裁判所の判断は第2511条
第 3 項やTitleⅢの他の条項に依拠するものではな
い．TitleⅢは国家安全保障に対する国内の脅威に
対応するために大統領の権限を定義し，もしくは
説明することを試みているものではない．
さらに当合衆国最高裁判所はTitleⅢによって規
定される同じ形態の基準と手続が必ず本件に適用
されると判示しているわけではない．国内の安全
保障上の監視は「通常の犯罪」の監視とは異なっ
た政策上及び実際上の考慮が関係することがある
ことは当合衆国最高裁判所も認識している．安全
保障上の諜報情報を収集することはしばしば長期
にわたり，様々な情報源と種類の相互関係が関係
するものである．そのような監視で対象者を正確
に特定することはTitleⅢで具体的に規定されてい
る犯罪の多くの類型に対する監視におけるよりも
特定することがより難しい場合がある．
これらのTitleⅢの犯罪の監視と国内の安全保障
が関係する監視の間の潜在的な違いがあることを
考慮すると合衆国議会は後者に対してはTitleⅢで
特定の犯罪に対しすでに規定されている保護策と
なる基準とは異なった基準を検討することを望む
可能性がある．異なった基準は政府の諜報情報を
得ることの正当な必要性と市民の保護された権利
との関係で合理的であれば第 4 修正に矛盾するも
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のではない．その理由は令状の適用は執行される
政府の利益と保護に値する市民の権利の性質に
よって異なる場合があるからである．
例えば合衆国議会は相当理由を証明する申請書
と宣誓供述書は第2518条の要件に正確に従う必要
はないが，国内の安全保障の事案により適切であ
る状況を主張すべきと判断するということになる
と言えるであろう．そして事前の裁判所による承
認を求めることは慎重に扱うべき事案では特別に
指定された裁判所（例えばDistrict Court of for the 
District of ColumbiaまたはCourt of Appeals for the 
District of Columbia Circuit）の裁判官に対して傍
受の申請がなされるようにするという判断になる
かもしれない．さらに，第2518条に規定されてい
る期間や報告ほど厳格である必要はないと判断す
ることもできるのである．
当然のことながらここで述べていることは合衆
国議会に対し指示を出しているわけではなく，本
件での法廷意見の射程を説明するためのものであ
る．当合衆国最高裁判所は現在TitleⅢを構成する
具体的な犯罪の監視のための確立された要件を
創ったKatzでの判断以上の国内の安全保障上の監
視の基準について詳細を述べることはしない．し
かしながら当合衆国最高裁判所は本件での国内の
安全保障上の監視の類型には事前の裁判官の承認
が必要であり，そのような承認は合衆国議会が規
定することができる合理性の基準に従ってなされ
るものであると判示する．
Ⅴ
本件で事前の裁判官による承認なくなされた被
告人の会話の監視がなされたために当該監視は違
法であることから下級裁判所がAlderman v. Unit-
ed States 59）が拘束力を有し，被告人に対して許容
できない方法で傍受された会話の開示を要すると
したことは適切であった．
このことからコートオブアピールズの判断を支
持するものである．
【小　　　括】
本件は国内における国家安全保障上の通信傍受
を行う問題を扱った事案であり，本件通信傍受は
第 4 修正に違反すると判示し，その傍受内容の開
示を命じたディストリクトコートの裁判官の名前
から一般にKeithと呼ばれる事案であり，Katzで残
された問題を扱っている．Keithにおける政府の国
家安全保障上の通信傍受は令状要件の例外に当た
るとの第2511条第 3 項の解釈は一見したところ正
しいように思える 60）が，合衆国最高裁判所は，こ
の解釈を否定し，政府による不当な監視がもたら
す脅威が大きいことを理由として，国内の個人と
組織の電子的監視には令状を要するものであり，
本件での政府による通信傍受は第 4 修正に違反す
ると判示している． 61）さらに本判決は国内の対象
者の監視はそれがたとえ「明白かつ現在の」危険
の下であっても，相当理由に基づく裁判官による
令状がなく，第 4 修正の限定性の要件に適合して
いない場合には違憲となると判示していることも
強調される点である． 62）ここで重要なのは合衆国
最高裁判所は国内の安全保障上の監視には令状が
求められると判示したが，諜報目的のための令状
の発付は「執行される政府の利益と保護に値する
市民の権利の性質によって異なることがある」と
述べ，合衆国議会は，「国内の安全保障の事案によ
り適切である」令状要件を創り出すことができ，
TitleⅢの厳格な要件に従う必要はないと示唆して
いることであり，さらには「特別に指定された裁
判所」が使用できるとまで述べていることであ
る． 63）このような判示は第 4 修正の合理性の基準
に従って通常の刑事訴追目的での通信傍受と諜報
目的での通信傍受の目的の違いを認識しているも
のであり，それらの性質の違いを合衆国最高裁判
所が明示的に認めたことに大きな意味がある．本
件での政府側の主張からもわかるようにその目的
の違いに鑑みれば訴追目的で監視を行う場合には
伝統的な捜査における相当理由が必要とされる一
方で，諜報目的での監視の場合には国内において
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も別の基準によって監視を規律する法律を設ける
ことについては一考の余地があるであろう．ただ
し，これは諜報を名目とした実際には主たる目的
が刑事事件の捜査の傍受を行うことへとつなが
り，犯罪捜査で求められる実体要件の潜脱が行わ
れるという危険性が残り，慎重な検討が要される
と考えられる．この点，合衆国では本判決の後も
国内組織に対する諜報を規律する法律は制定され
ておらず，純粋な国内の組織や人物に対しての通
信傍受は現在も刑事訴追目的でのTitleⅢに従った
要件の下で規律がなされている． 64）本判例はまさ
に国内における刑事訴追目的での通信傍受と諜報
目的での通信傍受とが混在，交錯しているもので
あるとも言え，テロ対策としての通信傍受を検討
する際に重要な判例である．尚，本件において合
衆国最高裁判所はその判示を純粋に国内の脅威に
対する監視に制限しており，「外国勢力や外国勢
力のエージェントの活動」に対する諜報での令状
要件の適用について何ら判断していないことにも
注意が必要である． 65）したがってKeithでの法廷意
見は国家安全保障に対する外国による脅威が関係
する場合において無令状監視が合衆国内か国外で
行われるかに関係なく，憲法上許容できる可能性
を閉ざしたものではないことが強調されるところ
である． 66）そしてここから，この対外諜報という
解決されていない問題を扱うために1978年に対外
諜報活動監視法（Foreign Intelligence Surveillance 
Act of 1978 67）（以下，FISAと呼ぶ．）が制定される
こととなったのである． 68）FISAは対外諜報活動と
いう外国勢力や外国勢力のエージェントが関係
し，本稿の射程を超えるものであることから，こ
こでは紹介に留めることとし，今後，改めて詳し
く検討を行うこととしたい．
以上がTitleⅢの基本的な構造と刑事訴追目的で
の通信傍受を検討する際に避けては通ることがで
きない国家の安全を守るための諜報目的での通信
傍受との衝突についての若干の検討である．この
領域の区分については一概に線引きすることは困
難であることから，FISAと並び今後の検討課題と
したい．
その後，TitleⅢは1986年に大きな改正を受け，
現在に至っているのでここではその紹介と法律全
体の検討を加えることとしたい．
3 ．Electric Communication Privacy Act of 1986, 
（ECPA） Title Ⅰ 69）
Electric Communication Privacy Act of 1986, 
（ECPA） Title Ⅰ（以下，本稿ではECPA と呼ぶ）
はTitleⅢの改正法であり，いくつかの重要な点で
TitleⅢを修正している．尚，TitleⅢ及びECPA 
TitleⅠは共通してWiretap Actと呼ばれており本
稿でも以下，両者を指す場合，Wiretap Actと呼ぶ
こととする．
ECPAでは従前の口頭による有線通信だけでな
く電子メールや画像等，声音が含まれないデータ
についてもその規律対象としており，州際，また
は外国交流に影響する有線，無線，電磁気，光電
子，もしくは光学によって全部もしくは一部が伝
達されるあらゆる内容の記号，信号，文書，画像，
音，データ，もしくは情報のあらゆる伝達を意味
すると規定されている． 70）この1986年のECPAに
よる改正によりそれまでは保護対象とされていな
かった電子メールのリアルタイムの傍受も保護の
対象となった．このようにしてWiretap Actは各通
信手段についてその定義を行い，規定を置いてい
る．ただし，この電子的通信はそれが容易に一般
人が傍受することができるような形態である場
合，保護の対象とはなっていないことには注意が
必要である． 71）このように電子的通信がその保護
の対象となったことと連動して手続についても改
正がなされた．電子的通信についての手続規定に
おいては傍受申請は合衆国政府のあらゆる検察官
（この文言は連邦刑事訴訟規則で定義されている
検察官を指す）が管轄権を有する法域の連邦裁判
官に傍受の申請をすることを承認することができ
ると規定している． 72）電子的通信の傍受では指定
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されている検察官が有線通信の傍受の場合よりも
広いことから傍受の申請のハードルが低くなって
いることがわかる．手続については基本的には
TitleⅢでの聴覚を用いた有線通信と同様である
が，違法な傍受に対する救済策としての証拠排除
は規定されていないことに注目される． 73）また，
ECPAではその後，移動傍受（roving tap）も認め
られ，その場合，傍受の対象とする施設や場所を
特定することは求められなくなった． 74）
このように現在では口頭による有線通信も電子
的通信の傍受もWiretap Actの規律対象となって
いる．最後に問題となるのがその対象犯罪である
が，ここではWiretap Actの傍受対象犯罪について
紹介し，法律全体の検討に移ることとする．尚，
本稿の執筆段階での最新の対象犯罪について紹介
することとするため，2015年 5 月29日以降，複数
追加された対象犯罪については今後の検討課題と
する．
Wiretap Actは対象犯罪については有線通信と
電子的通信で分けて幅広く規定している．ここで
はその対象犯罪について紹介することとする．ま
ず，第2516条⑴項⒜号 75）は，死刑または長期 1 年
以上の収監刑で罰せられる1954年原子力エネル
ギー法に関する罪，核施設，または核燃料の破壊
活動に関する罪，または化学兵器に関する罪，ス
パイ活動に関する罪，誘拐に関する罪，企業秘密
の保護に関する罪，破壊活動に関する罪，反逆に
関する罪，暴動に関する罪，故意の器物損壊に関
する罪，船舶の破壊に関する罪，海賊行為に関す
る罪を対象犯罪としている．同条⒝号 76）は労働組
合の支払及び融資に関しての制限に関する罪，謀
殺，誘拐，強盗，財物強要・恐喝の罪，及び本条
項での犯罪を規定するタイトルである合衆国法典
タイトル29で罰することができるあらゆる罪を対
象としている．同条⒞号 77）では国際空港での暴力
行為に関する罪，動物を用いた商事業に対するテ
ロ行為に関する罪，特別海洋法域及び領域的管轄
権内での放火，政府職員及び証人に対する賄賂，
銀行員に対する賄賂に関する罪，スポーツ競技に
おける賄賂，爆発物の不法使用，財産隠匿に関す
る罪，賭博情報の伝達，逃走に関する罪，核及び
大量破壊兵器の脅威に関する罪，爆発物に関する
罪，連邦政府施設での武器の所持に関する罪，融
資及びクレジットカード申請一般及び更新，利子
の割引に関する罪，合衆国政府の役人及び職員の
殺害に関する罪，外国の役人の保護に関する罪，
官憲，陪審員，証人一般に対し不当な影響を与え，
危害を加えることに関する罪，犯罪捜査の妨害，
連邦法執行機関及び地方の法執行機関に対する妨
害行為，また，暴力，欺罔，強制による性的搾取
のための児童の人身売買，大統領及びその職員の
暗殺，誘拐，襲撃，また，脅迫，暴力による貿易
への干渉，ラケッティアリング活動を援助するた
めに州際及び外国を移動すること，もしくは移送
を行うこと，雇われ殺人を行う為の州際通商施設
の使用に関する罪，ラケッティアリング活動を支
援するための暴力犯罪に関する罪，被雇用者厚生
事業に影響を与えるために申し出，受け入れ，も
しくは懇願をすること，営業賭博の禁止，通貨代
替物のロンダリング，特定の不法な活動に由来す
る財産における金銭取引への従事に関する罪，州
際運搬物の盗取，年金及び生活保護の横領，有線，
無線またはテレビを用いた不正行為，銀行での不
正行為に関する罪，公共交通機関に対するテロ攻
撃に関する罪，児童の性的搾取，児童の人身売買，
児童ポルノに関する罪，児童に対するわいせつに
関する罪，未成年の性的表現物を合衆国に輸入目
的で作成すること，違法な性的活動及び関連する
犯罪目的で移動・移送することに関する罪，盗品
の州際運搬，一定の自動車もしくは自動車部品の
不正取引に関する罪，拷問に関する罪，人質を取
ることに関する罪，アクセス機器に接続しての不
正行為及び関連活動に関する罪，裁判所による出
頭命令違反の罰則に関する罪，証人の所在変更及
び援助に関する罪，航空機及び航空機関連施設の
破壊に関する罪，航空機部品に関する不正行為に
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関する罪，RICO法関連違反，連邦政府職員に対す
る脅迫・報復に関する罪，郵便による不正行為，
コンピュータによる不正行為及び誹謗中傷に関す
る罪の重大な違反，議会，閣僚，または合衆国最
高裁判所に対する暗殺，誘拐，襲撃行為，核物質
が関係する禁止取引に関する罪，自動車及び自動
車施設の破壊に関する罪，生物兵器に関する罪，
天然痘ウィルスに関する罪，海外の個人または海
外の財産に危害を加える共謀，虚偽の身分証明書
類の提出に関する罪の重大な違反，不法に市民権
または国籍を取得することに関する罪，国籍また
は市民権に関する書類を複製することに関する
罪，権限なく旅券を発行することに関する罪，旅
券の偽造及びその行使に関する罪，旅券の不正使
用に関する罪，国境トンネルの建造及びその利用
に関する罪がその対象犯罪として定められてい
る．⒟号 78）では合衆国法典タイトル18第471条，第
472条及び第473条で処罰可能な偽造に関する罪す
べてを対象としており，⒠号 79）では合衆国法典タ
イトル11の下での事件と関連する不正行為に関す
る罪，または合衆国の法律によって処罰すること
が可能な麻薬，マリワナ，もしくは他の危険薬物
を製造，輸入，収受，隠匿，購入，販売，または
扱うことを傍受対象としている．⒡号 80）では合衆
国法典タイトル18第892条，第893条及び第894条で
定められる法外な信用取引が関係する犯罪を対象
とし，⒢号 81）では貨幣取引の報告義務違反，報告
義務の潜脱のために取引を仕組むことの禁止に関
する罪を対象とし，⒣号 82）では一定の通信の傍受
及びその内容の漏えいと一定の傍受機器に関する
罪の重大な違反を対象としている．⒤号 83）ではわ
いせつに関する罪の重大な違反を，⒥号 84）では天
然ガスのパイプラインの破壊に関する罪，航空機
ハイジャックに関する罪，危険な凶器を用いて航
空機の乗務員を襲撃することに関する罪，爆発物，
発火装置または航空機内で凶器によって人命を危
険にさらす行為に関する罪を傍受の対象としてい
る．⒦号 85）では兵器輸出法に関する罪を対象とし，
⒧号 86）は本法律で規定される犯罪を行い逃亡して
いる者の位置の特定について傍受対象としてい
る．⒨号 87）では移民及び国籍法第274条，第277条，
もしくは第278条で定められる外国人の密入国に
関する罪，⒩号 88）では銃火器に関する罪の重大な
違反を，⒪号 89）では1986年国内歳入規則5861条で
定められる銃火器に関する罪を，⒫号 90）では虚偽
の身分証明書類の提出に関する罪の重大な違反，
旅券の申請に関する罪の重大な違反，ビザ，許可
証，他の書類に関する不正行為及び不正利用に関
する重大な違反，悪質な身元詐称に関する罪の重
大な違反を対象としている他，外国人を密入国さ
せることに関する罪を対象としている．⒬号 91）で
は化学兵器に関する罪，合衆国法典タイトル18第
2332条，2332a条， 2332b条，2332d条， 2332f条，
2332g条，2332h条，2339条，2339A条，2339B条，
2339C条もしくは2339D条で定められるテロに関
する罪を，⒭号 92）ではシャーマン法での取引及び
貿易に対する違法に制限を加えることに関するあ
らゆる罪，取引及び貿易の違法な独占に関するあ
らゆる罪，コロンビア特別区の領域における取引
及び貿易に対し違法に制限を加えることに関する
あらゆる罪が対象犯罪とされている．⒮号 93）では
医療品の盗取に関する罪が対象とされており，⒯
号 94）によって⑴項で定められる犯罪はすべてその
共謀も傍受の対象とする旨が定められている．
これに対し電子的通信における傍受の対象犯罪
は連邦法上の重罪すべてをその対象犯罪とするこ
とが規定されている． 95）以上が連邦における有線
通信及び電子的通信での傍受対象犯罪である．
最後に，州に関しては，州とその政治的下位部
門の一定の検察官は州の裁判官による命令によ
り，謀殺，誘拐，強盗，財物強要・恐喝，マリワ
ナまたは他の危険薬物，生命，身体，財産に対す
る危険がある他の犯罪，そして 1 年以上の収監刑
が下される犯罪を傍受対象とする旨が規定されて
いる． 96）
また，裁判官によって認められた傍受の最中に
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別の犯罪の情報について入手した場合には法執行
機関は当該正当な傍受の最中に当該証拠が入手さ
れたと申請することで当初の命令が発せられてい
る犯罪と同様に扱うことができる． 97）しかし裁判
官がこの内容を次の申請での別の命令に従い，得
ることができるものであると判断した場合にはこ
れらの通信内容は連邦及び州の手続で証言するこ
とができるのみとなっている． 98）また，通信の傍
受を実施中に得られた情報は諜報担当部署，移民
担当部署，国家安全保障担当部署と共有すること
ができ，必要な程度で当該情報を利用することが
できることとなっている． 99）
このように対象犯罪について見てみるとWire-
tap Actは電子的通信まで含めれば，軽罪以外はす
べてその対象としていることがうかがえ，組織性
が特徴的な犯罪やテロ犯罪を積極的に対象犯罪と
していることが注目される．
4 ．検　　　討
Wiretap Actは電子的通信の出現以前はTitleⅢ
の下，有線通信及び口頭による会話のプライヴァ
シーに対し法律上の権利を与えていた． 100）TitleⅢ
の下でのWiretap Actは法執行目的で電話の傍受
を行うことを認め，電子的監視に特有の侵害的な
側面に対し保護策を与えている． 101）したがって，
電子メールや電子データについては口頭による通
信ではなかったためTitleⅢの下のWiretap Actで
は保護対象とされておらず，第 4 修正が直接規律
する対象であった． 102）しかし，そのような領域で
の第 4 修正の保護の射程は銀行口座記録，架電記
録，税金記録等商業記録は保護されないとの合衆
国裁判所による判断 103）があったため不明確で
あったと言われている． 104）そこで1986年に合衆国
議会はECPAを採択し電子メールの傍受を一般的
に禁止するようにTitleⅢを修正し，第三者によっ
て保管された通信と記録に対する新たな保護策を
規定することとなったのである． 105）ECPAの下で
のWiretap Actは概ね無線の声音による会話の電
子的通信及びメール等の声音による会話を含まな
い電子的通信の傍受に対する保護策を拡張してい
る． 106）しかしその一方で，第2511条により，一般
人が容易に傍受できる無線を含むこれらの電子的
通信に関してはその保護対象としていない．この
ことから，公衆無線LANに代表されるフリーWi-Fi
のようなパスワードが設定されていないWi-Fi
ネットワークは保護対象とならないとの批判があ
る． 107）このようなフリーWi-Fiネットワークは一
般大衆が容易に利用することができる通信であ
り，捜査機関からすればさらに容易に傍受するこ
とが可能であると考えられるが，合衆国において
も依然としてこのようなパスワードが設定されて
いない脆弱なWi-Fiネットワークに警察が侵入し，
証拠を収集した事案は存在しない． 108）このことにつ
いてKatz v. United StatesやKyllo v. United States 109）
での音と熱には一定の状況でプライヴァシーの合
理的期待があるとの判断を電波に類推して通信
ネットワークの脆弱性に関係なく保護策を提供す
るべきとの見解がある． 110）しかしながらパスワー
ドを設定することで安全性を高め，他者の侵害か
ら保護されるということであれば，その設定をあ
えてしないことにプライヴァシーの合理的期待が
あるようには思えない．KatzもKylloもその各事案
において他者を排除する意図がうかがえる状況が
あっての判断であったのであり，その判断を形式
的に電波へと類推して適用することは妥当ではな
い．したがって一般大衆が容易に利用，傍受する
ことができる電子的通信にはプライヴァシーの合
理的期待がなく，それを反映している現行の
Wiretap Actはこの点に関して妥当な規定を置い
ていると考えられる．
また，電子メール等の電子的通信の傍受につい
てはあくまで「リアルタイム」の傍受を意味して
いるため，そのような傍受をしない場合には一定
の状況ではECPAのTitleⅡであるStored Commu-
nication Act （SCA）（以下，SCAと呼ぶ）のより緩
やかな要件 111）に従って当該電子的通信の内容を
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捕捉することができるとの指摘もある． 112）また，
電子メールのようなコンピュータを経由した通信
に関する傍受命令の割合は全体の 1 ％以下である
ことを根拠としてWiretap Actは実際にはイン
ターネット上の通信を含むように企図されていな
いとの指摘もある． 113）これは最新のWiretap Re-
portでもほぼ同様のことが言えるため一定程度で
正しい指摘であろう． 114）
対象犯罪については実質，軽罪を除いてほぼす
べての犯罪が対象となっているように思われる．
2014年のwiretap reportによれば，傍受命令が最も
多く発せられる犯罪は圧倒的に薬物関連犯罪で全
体の約89％であり，その後，犯罪及び殺人・脅
迫・暴行等で約3.8％，ラケッティアリング行為で
約 2 ％，共謀で約0.8％，盗罪・押入り等で約
0.6％，汚職行為で約0.5％，賭博行為で約0.4％，略
取・誘拐で約0.1％，その他の犯罪で約2.6％と続
き，特に薬物犯罪が複雑に絡む組織犯罪対策とし
て有効に活用されていると推定できる． 115）また，
特にテロ犯罪も数多く対象犯罪とされていること
にも注目すべきである．
手続についてみると，まず，申請に関しては聴
覚を用いた有線通信と電子的通信でその申請に関
しての要件が異なっている．まず，有線通信につ
いては条文からもわかるように最も強い保護策が
提供されており，一定の階級の高い官憲のみが申
請の承認をすることができるようになっている．
これに対して電子的通信の傍受の場合，申請を承
認することができる官憲は合衆国のあらゆる検察
官であり，その要件が緩和されている．
その後，申請を受けた裁判官は上述した申請に
関する条文が定める 4 点について審査した後，さ
らに上述した 5 点について判断しており，厳格な
裁判官による監視に服すものとなっている．ま
た，命令は傍受は本来ならば傍受されるべきでは
ない通信の傍受を最小化する方法でなされること
を指示していなくてはならず，命令を発する裁判
官は傍受の実施状況と傍受の継続の必要性を報告
することを要件とすることや傍受期間を最大でも
30日以内としていることや傍受対象の関係者に速
やかに傍受があったことを通知する制度を設ける
など，前述したBerger v. New Yorkで合衆国最高
裁判所がニューヨーク州刑事訴訟法に定める通信
傍受の規定を指摘した点を踏まえた立法が行われ
ていることが分かる．このようにWiretap Actは傍
受に先立ち，厳格な要件を規定していることか
ら，傍受命令は “super warrant” や “super search 
warrant” などと呼ばれることもある． 116）
事後の手続についても上述したように申請書及
び命令の厳格な管理や対象者への通知など細かな
規定がなされており，この点もBerger v. New York
を意識した規定であることがうかがえる．
このようにWiretap Actは厳格な手続を規定し
ている一方で違法な傍受が行われた場合について
も救済策を提供していることも注目すべき点であ
る．その中でも先に説明したように排除法則につ
いては電子的通信には適用されないこととなって
おり，申請の承認があらゆる検察官によって行え
ることと相まって電子的通信は十分な保護を受け
ていないように思えるが，当初の1968年のTitleⅢ
によっては規律されていなかったメールをはじめ
とする電子的通信を傍受するために1986年の
ECPAで相当理由及び裁判官による命令を要件と
し，その保護の対象としたことには大きな意味が
あると言える． 117）しかしこのように電子的通信に
は排除法則が適用されないことはECPAの下での
違法な傍受に対する権利主張があまりなされなく
なることは疑いがないことも指摘されており，イ
ンターネット監視のような電子的通信についても
それが違法になされた場合に排除法則の規定によ
り排除することがインターネット監視における司
法の判断を促進することとなり，そのような判断
があることで政府も従うべき規範を得ることがで
きるとの批判もある． 118）すなわち排除法則が適用
されないことにより，電子的通信の傍受に対する
法解釈がほとんどなされず，重要な問題を未解決
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のままにしているとの批判である． 119）先に見たよ
うにメールに対する傍受はほとんどなされていな
いとはいえ，現在の多くの通信はインターネット
を利用してなされているため，排除法則の範囲を
電子的通信にまで拡大することは今後の一つの検
討課題であると考えられる．
この他にも非刑事訴訟によって違法な傍受を
行った者や組織に対し直接的な救済を求めること
ができる他，違法な傍受に対しては刑事罰を規定
していることからWiretap Actは相当程度の違法
な傍受に対する救済策を規定していると考えられ
る．このような種々の保護策を規定していること
からWiretap Actは合衆国内における監視に対す
る高い基準の制約を課す法であり，対象者への告
知と議会への報告を通じて違法な監視の対象者に
権利の行使と救済の申立てを可能としていると評
価されている． 120）尚，米国においてもWiretap Act
をはじめとするECPA等に規定されない方法での
傍受等の行為は禁止されていないことは政府が新
たな科学技術については捜査において自由に利用
することができるとして議会が捜査手法について
はあらかじめ規定しておくことが望ましいとの主
張もある． 121）しかし，このような我が国の厳格な
強制処分法定主義のような考え方は特に機動性が
求められる現代の捜査では有効ではなく，憲法上
の要請であるとも思われない． 122）
Ⅴ　お わ り に
本稿では組織犯罪・テロに対する刑事訴追目的
での通信傍受について合衆国の例を紹介，検討し
てきた．これまで見てきたように合衆国における
刑事訴追目的での通信傍受法制の根底には長きに
わたる第 4 修正法理の発展があった．すなわち
Olmstead, Goldmanで取られた第 4 修正上の捜
索・押収を構成する要件は物理的侵入と押収対象
物の有体物性というOlmstead・Goldman法理の
出現とその後のSiverman,やWong Sunなどによる
法理の衰退，Bergerでのニューヨーク州法におけ
る通信傍受法の違憲判断，そしてOlmstead・
Goldman法理が明示的に否定された第 4 修正上ラ
ンドマークとなるKatzでのプライヴァシーの主観
的期待，客観的期待という新たな分析方法の出現
である．合衆国議会はこのような一連の判例の蓄
積の結果，厳格な要件の下で通信傍受を規律する
TitleⅢを制定した．しかし，その後，TitleⅢの制
定にもかかわらず国内テロ組織に対する無令状傍
受が行われ，その可否が争われた．合衆国最高裁
判所は国家安全保障が関係する電子的監視につい
ては合衆国議会の立法により異なった要件を設け
ることが認められる余地を残しつつ，国内テロ組
織に対する無令状傍受は第 4 修正に反するもの
で，TitleⅢに従うことをKeithにおいて命じた．
TitleⅢはさらにECPAなどで大きな改正を経て，
現在に至り，そこでは厳格な手続を採用しつつ
も，対象犯罪を広く設定し，組織犯罪対策・テロ
対策として機能しており，このような対象犯罪の
類型については我が国の通信傍受を今後検討する
上でも大いに参考となるであろう．
とはいえ他法では，テロ対策をはじめとする国
家安全保障目的での通信の傍受を考えてみると実
際には刑事訴追目的での傍受というよりはKeith
で政府が主張したような諜報目的での傍受が要請
されるということもある．この領域においては刑
事訴追目的と諜報目的の間で画一的な線引きを行
うことは困難であり，両者は時において交錯し，
衝突することがある．実際にKeithにおいても政府
は諜報目的での傍受であったことを強く主張する
が，その後，刑事訴追が行われている事案であり，
両者の間で一概に二者択一的な処理をすることは
困難である上，あまり有益であるとはいえないで
あろう．したがっていずれかの一方の要素だけで
考えるのではなく，「主要な目的」が何かというこ
とに着目し，Keithにおいて合衆国最高裁判所が指
摘したように憲法に従った合理的な異なった要件
で通信の傍受を認めることを検討することが求め
られるといえよう．このような議論は我が国にお
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いても有益であり，その際に検討すべきことは主
要な目的は何かということに加えて，傍受対象者
が内国人であるのか外国人であるのか，国内にい
るのか国外にいるのか，どのような通信手段を用
いているのか等，様々な要素が関係することとな
る．通常の刑事訴追目的での通信傍受と諜報目的
での通信傍受両者が関係し合う状況が生じること
を考えると刑事訴追目的での通信傍受のみを扱っ
ただけでは今後は十分であるとはいえないであろ
う．
したがって，今後は諜報目的での通信傍受につ
いて扱い，上述した対外諜報活動を規律するFISA
について研究対象とし，刑事訴追目的での通信傍
受との比較検討を行いたいと考える．
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令と比べると相当程度緩和された要件となってい
る．18 U.S.C. §2703 ⒟. このようなSCAの規定につ
いてはアメリカでも批判があり，改正すべきとの見
解も強いが，本修士論文の検討対象であるWiretap 
Actの射程から外れるためここでは問題の紹介に留
め，今後の課題とする．
112） Susan Freiwald & Sylvain Métille, Reforming Sur-
veillance Law: the Swiss Model 28 Berkeley Tech. L. J. 
1261, 1310 （2013）.
113） Paul M. Schwartz, Reviving Telecommunications 
Surveillance Law 75 U. Chi. L. Rev. 287, 298 （2008）.
114） Administrative Office, Report of the Director of the 
Administrative Office of the United States Courts on 
Applications for Orders Authorizing or Approving In-
terception of Wire, Oral, or Electric Communications 
（“2014 Wiretap Report”） Table6 （Dec 2014）, avail-
able at http://www.uscourts.gov/statistics/table/
wire-6/wiretap/2014/12/31 （visited Sep 21, 2015）.
115） Id., at Table3 available at http://www.uscourts.
gov/statistics/table/wire-3/wiretap/2014/12/31 
（visited Sep 21, 2015）.
116） Mulligan, supra note 100, at 1561; Schwartz, supra 
note 61 at 290; Orin S Kerr, Lifting the “fog” of Inter-
net Surveillance: How a Suppression Remedy Would 
Change Computer Crime Law 54 Hastings L. J. 805, 
815 （2003）.
117） Mulligan, supra note 100, at 1566.
336
118） Kerr, supra note 20, at 806-807.
119） Id., at 820.
120） Métille supra note 112, at 1308.
121） Id., at 1331.
122） 前掲注  3）渥美 134頁．
川澄：組織犯罪・テロに対する刑事訴追目的での通信傍受 337

