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DHCP: Es el encargado de proveer el direccionamiento IP a los dispositivos de 
forma automática, además es la configuración dinámica de protocolos para los 
host.  
 
EIGRP: sus siglas Protocolo de enrutamiento de puerta de enlace interior 
mejorado, tiene como parámetro la distancia y ofrece el mejor algoritmo de vector 
de distancia.  
 
ETHERCHANNEL: Tecnología que puede interconectar switches, routers, 
servidores, donde los puertos usados deben estar configurados de la misma 
manera.  
 
IPV4: Es un protocolo de internet versión 4, es uno de los protocolos centrales de 
métodos estándares de interconexión de redes, Es el estándar actual de internet 
para identificar dispositivos conectados a la red.  
 
IPV6: Protocolo de internet versión 6, es el encargado de dirigir los paquetes de 
red, sustituye a Ipv4, la cual tiene límite de direcciones. Ofrece más seguridad.  
 
OSPF: Protocolo de direccionamiento de tipo enlace-estado, está diseñado para 
las redes IP y basado en SPF, este protocolo es de pasarela interior o IGP, sus 
siglas son Camino más corto, lo que hace es buscar la ruta más corta.  
 
LOOPBACK: interfaz de red virtual donde se muestra que las direcciones en el 
rango 127.0.0.0 son direcciones de loopback.  
 
VLAN: red virtual de área local, distingue un conjunto de paquetes de otros 













En el trabajo da solución a los escenarios planteados de acuerdo a los temas visto 
a lo largo del diplomado, por ejemplo, en el escenario uno donde se cuenta con 
tres sucursales se realiza la conexión entre dispositivos, teniendo en cuenta los 
protocolos de enrutamiento. En el escenario número 2 se repasan los temas vistos 
en Switch, donde se realiza la conexión entre switch, las vlans y el 
direccionamiento de las IP.  
 






The work provides a solution to the scenarios proposed according to the issues 
seen throughout the diploma, for example, in scenario one where there are three 
branches, the connection between devices is made, taking into account routing 
protocols. In scenario number 2, the topics seen in Switch are reviewed, where the 
connection between switch, Vlans and IP addressing is made.  
 






















Conocer el mundo de la tecnología y redes, hace que sea más fácil entender la 
forma en que funciona el internet, ya que ha aumentado la conectividad y las 
necesidades en los hogares y en las empresas, por eso están importante tener 
conocimiento en redes como en Cisco, donde se plantea ejemplos de redes reales 
y se ha dado solución de acuerdo a los comandos ejecutado y aprendidos, por 
tanto en esta prueba de habilidades se busca practicar los conocimientos 
adquiridos a lo largo del curso, así como también de fusionar los conocimientos y 
se realizara en la herramienta GNS3. 
 
Para el escenario uno se debe conectar entre las tres ciudades, se deberá 
configurar las direcciones IP que corresponda según el grafico tanto en la IPv4 y 
en IPv6, además de seguir con los protocolos de enrutamiento que se tiene 
establecidos para cumplir con la topología planteada.  Igualmente se configura 
Ospv3 y EIGRP en IPv4 e Ipv6 según sea el caso y en el dispositivo que se 
indique, para conocer los procedimientos quedaron bien realizados se realiza 
prueba de ping entre redes y verificar la conectividad.  
 
Para el escenario 2, se practicará la configuración de etherchannel, las vlans, 
realizar las configuraciones necesarias de los puertos troncales y portchannel 
utilizando LACP o PAgP según se indique, así como la asignación de vlan o 


















1.  DESARROLLO DE ESCENARIO 1 
 
 















Configurar la topología de red, de acuerdo con las siguientes especificaciones. 
 
1.1 Parte 1: Configuración del escenario propuesto 
 
1. Configurar las interfaces con las direcciones IPv4 e IPv6 que se muestran en la 
topología de red. 
 
Se configura en cada router y switch con las direcciones Ipv4 e IPv6 planteadas 
las cuales se muestran en la siguiente tabla. 
 
Tabla 1. Direcciones IPv4 e IPv6 de los dispositivos. 
DISP Red Dirección IPv4 Dirección IPv6 
R1 S2/0 192.168.9.1/24 2001:DB8:ACAD:90::1/64 
 e0/0 192.168.110.1/24 2001:DB8:ACAD:110::1/64 
R2 S2/1 192.168.9.5/24 2001:DB8:ACAD:90::1/64 
 S2/0 192.168.9.2/24 2001:DB8:ACAD:90::2/64 
 e0/0 192.168.110.1/24 2001:DB8:ACAD:B::1/64 
R3 S2/1 192.168.9.6/24 2001:DB8:ACAD:91::2/64 














R1(configure-if)#ip address 192.168.110.1 255.255.255.0 
R1(configure-if)#ipv6 address 2001:DB8:ACAD:110::1/64 




R1(configure-if)#ip address 192.168.9.1 255.255.255.252 
R1(configure-if)#ipv6 address 2001:DB8:ACAD:90::1/64 













R2(configure-if)#ip address 192.168.2.1 255.255.255.0 
R2(configure-if)#ipv6 address 2001:DB8:ACAD:B::1/64 




R2(configure-if)#ip address 192.168.9.2 255.255.255.252 
R2(configure-if)#ipv6 address 2001:DB8:ACAD:90::2/64 





R2(configure-if)#ip address 192.168.9.5 255.255.255.252 
R2(configure-if)#ipv6 address 2001:DB8:ACAD:91::1/64 












R3(configure-if)#ip address 192.168.3.1 255.255.255.0 
R3(configure-if)#ipv6 address 2001:DB8:ACAD:C::1/64 




R3(configure-if)#ip address 192.168.9.6 255.255.255.252 
R3(configure-if)#ipv6 address 2001:DB8:ACAD:91::2/64 




2. Ajustar el ancho de banda a 128 kbps sobre cada uno de los enlaces seriales 
ubicados en R1, R2, y R3 y ajustar la velocidad de reloj de las conexiones de DCE 
según sea apropiado. 
 






















3. En R2 y R3 configurar las familias de direcciones OSPFv3 para IPv4 e IPv6. Utilice 
el identificador de enrutamiento 2.2.2.2 en R2 y 3.3.3.3 en R3 para ambas familias 
de direcciones. 
 
Configuración en R2 
 
R2(configure)#ipv6 unicast-routing 
R2(configure)#router ospv3 1 
R2(configure-router)#address-family ipv4 unicast 
R2(configure-router-af)#router-id 2.2.2.2 
R2(configure-router-af)#exit-address-family 





R2(configure)#router ospv3 1 
R2(configure-router)#address-family ipv4 unicast 
R2(configure-router-af)#passive-interface e0/0 
R2(configure-router-af)#default-information originate always 
R2(configure-router-af)#exit-address-family 
R2(configure-router)#address-family ipv6 unicast 
R2(configure-router-af)#passive-interface e0/0 






Configuración en R3 
 
R2(configure)#ipv6 unicast-routing 
R2(configure)#router ospv3 1 
R2(configure-router)#address-family ipv4 unicast 
R2(configure-router-af)#router-id 3.3.3.3 
R2(configure-router-af)# passive-interface e0/0 
R2(configure-router-af)# default-information originate always 
R2(configure-router-af)# exit-address-family 
R2(configure-router)# 
R2(configure-router)#address-family ipv6 unicast 
R2(configure-router-af)# router-id 3.3.3.3 
R2(configure-router-af)#passive-interface e0/0 




4. En R2, configurar la interfaz e0/0 en el área 1 de OSPF y la conexión serial entre 
R2 y R3 en OSPF área 0. 
 
Configuración Router 2 
 
R2(configure)#interface e0/0 
R2(configure-if)#ospfv3 1 ipv4 area 1  
R2(configure-if)#ospfv3 1 ipv6 area 1  
R2(configure-if)#exit 
R2(configure)#interface s2/1 
R2(configure-if)#ospfv3 1 ipv4 area 0  








R3(configure-if)#ospfv3 1 ipv4 area 1  





R3(configure-if)#ospfv3 1 ipv4 area 0  
R3(configure-if)#ospfv3 1 ipv6 area 0  
R3(configure-if)#exit 
 
6. Configurar el área 1 como un área totalmente Stubby. 
 
Configuración Router 2 
 
 
R2(configure)#router ospfv3 1  
R2(configure-router)#address-family ipv4 unicast 
R2(configure-router-af)#area 1 stub no-summary 
R2(configure-router-af)#exit-address-family 
R2(configure-router)#address-family ipv6 unicast 




7. Propagar rutas por defecto de IPv4 y IPv6 en R3 al interior del dominio OSPFv3. 
Nota: Es importante tener en cuenta que una ruta por defecto es diferente a la 
definición de rutas estáticas. 
 
Configuración Router 3 
 
R3(configure)#ip route 0.0.0.0 0.0.0.0 192.168.9.7 
R3(configure)#ipv6 route ::/0 2001:DB8:ACAD:91::1 
R3(configure)#ospfv3 1  
R3(configure-router)#address-family ipv4 unicast 
R3(configure-router-af)#default-information originate 
R3(configure-router-af)#exit-address-family  








8. Realizar la configuración del protocolo EIGRP para IPv4 como IPv6. Configurar la 
interfaz e0/0 de R1 y la conexión entre R1 y R2 para EIGRP con el sistema 
autónomo 101. Asegúrese de que el resumen automático está desactivado. 
 
 
Configuración Router 1 
 
R1(config)#ipv6 unicast-routing 
R1(config)#router eigrp DUAL-STACK 
R1(config-router)#address-family ipv4 unicast autonomous-system 101 
R1(config-router-af)#af-interface e0/0 
R1(config-router-af-interface)#exit 
R1(config-router-af)#eigrp router-id 1.1.1.1 
R1(config-router-af)#network 192.168.110.0 0.0.0.255 
R1(config-router-af)#network 192.168.9.0 0.0.0.3 
 
 
9. Configurar las interfaces pasivas para EIGRP según sea apropiado. 
 
R1(config)# 
R1(config)#router eigrp DUAL-STACK 










10. En R2, configurar la redistribución mutua entre OSPF y EIGRP para IPv4 e IPv6. 
Asignar métricas apropiadas cuando sea necesario. 
 
Configuración Router 2 
 
R2(config)# 
R2(config)#router ospf 1 




R2(config)#router eigrp 1 
R2(config-router)#default-metric 10000 100 255 1 1500 
R2(config-router)#exit 
R2(config)#router eigrp 1 
R2(config-router)#default-metric 10000 100 255 1 1500 




11. En R2, de hacer publicidad de la ruta 192.168.3.0/24 a R1 mediante una lista de 






























1.2 Parte 2: Verificar conectividad de red y control de la trayectoria. 
 
 
a. Registrar las tablas de enrutamiento en cada uno de los routers, acorde con los 
parámetros de configuración establecidos en el escenario propuesto. 
 
Ilustración 2. Enrutamiento router 1 (R1). 
 
 




















Show ip protocol  
 





















                                                                             



































































a. Verificar comunicación entre routers mediante el comando ping y traceroute 
 











Ilustración 9. Ping entre Routers R2-R1 y R2-R3. 
 
 





b. Verificar que las rutas filtradas no están presentes en las tablas de enrutamiento 
de los routers correctas. 
 
Nota: Puede ser que Una o más direcciones no serán accesibles desde todos los 
routers después de la configuración final debido a la utilización de listas de 
distribución para filtrar rutas y el uso de IPv4 e IPv6 en la misma red. 
 















2. DESARROLLO ESCENARIO 2 
 
Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que forman 
parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte 
del escenario propuesto. 
 
Topología de red 
 
 













2.1 Parte 1:  
 
1. Configurar la red de acuerdo con las especificaciones. 
 
a. Apagar todas las interfaces en cada switch. 
 
Configuración en DLS1 
 
DLS1(config)# 




Configuración en DLS2 
 
DLS2(config)# 




Configuración en ALS1 
 
ALS1(config)# 
ALS1 (config)#in ran e0/0-3, e1/0-1 
ALS1 (config-if-range)#shutdown  
ALS1 (config-if-range)# 
 
Configuración en ALS2 
 
ALS2(config)# 
ALS2 (config)#in ran e0/0-3, e1/0-1 




b. Asignar un nombre a cada switch acorde al escenario establecido. 
 




























b. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
 




DLS1(config)#interace vlan 800 
DLS1(config-if)#ip address 10.12.12.1 255.255.255.252 
DLS1(config-if)#interface range e0/2-3 
DLS1(config-if-range)#channel-protocol lacp 
DLS1(config-if-range)#channel-group 2 mode active 









DLS2(config)#interace vlan 800 
DLS2(config-if)#ip address 10.12.12.2 255.255.255.252 
DLS2(config-if)#interface range e0/2-3 
DLS2(config-if-range)#channel-protocol lacp 
DLS2(config-if-range)#channel-group 2 mode active 
DLS2(config-if-range)#no shutdown  
 




DLS1(config)#interface range e0/1-2  
DLS1(config-if-range)#channel-protocol lacp  
DLS1(config-if-range)#channel-group 1 mode active  






ALS1 (config)#interface range e0/1-2  
ALS1 (config-if-range)#channel-protocol lacp  
ALS1 (config-if-range)#channel-group 1 mode active  






DLS2(config)#interface range e0/1-2  
DLS2(config-if-range)#channel-protocol lacp  
DLS2(config-if-range)#channel-group 3 mode active  








ALS2(config)#interface range e0/1-2  
ALS2 (config-if-range)#channel-protocol lacp  
ALS2 (config-if-range)#channel-group 3 mode active  
ALS2 (config-if-range)#no shutdown  
ALS2 (config-if-range)#EXIT  
 




DLS1(config)#interface range e1/0-1  
DLS1(config-if-range)#channel-protocol PAgp 
DLS1(config-if-range)#channel-group 4 mode active  






ALS2(config)#interface range range e1/0-1 
ALS2(config-if-range)#channel-protocol PAgp  
ALS2(config-if-range)#channel-group 4 mode active  





DLS2(config)#interface range e1/0-1 
DLS2(config-if-range)#channel-protocol PAgp  
DLS2(config-if-range)#channel-group 5 mode active  




ALS1(config)#interface range e1/0-1 
ALS1 (config-if-range)#channel-protocol PAgp 
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ALS1 (config-if-range)#channel-group 5 mode active  
ALS1 (config-if-range)#no shutdown  
ALS1 (config-if-range)#EXIT  
 
 





DLS1(config)#interface range e0/0-3, e1/0-1  
DLS1(config-if-range)#switchport trunk encap dot1q 
DLS1(config-if-range)#switchport trunk native vlan 800  
DLS1(config-if-range)#switchport mode trunk   
DLS1(config-if-range)#switchport nonegotiate 






ALS2(config)#interface range e0/0-3, e1/0-1  
ALS2(config-if-range)#switchport trunk encap dot1q 
ALS2(config-if-range)#switchport trunk native vlan 800  
ALS2(config-if-range)#switchport mode trunk   
ALS2(config-if-range)#switchport nonegotiate 






DLS2(config)#interface range e0/0-3, e1/0-1  
DLS2(config-if-range)#switchport trunk encap dot1q 
DLS2(config-if-range)#switchport trunk native vlan 800  
DLS2(config-if-range)#switchport mode trunk   
DLS2(config-if-range)#switchport nonegotiate 







ALS1(config)#interface range e0/0-3, e1/0-1  
ALS1(config-if-range)#switchport trunk encap dot1q 
ALS1(config-if-range)#switchport trunk native vlan 800  
ALS1(config-if-range)#switchport mode trunk   
ALS1(config-if-range)#switchport nonegotiate 




b. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
 
1) Utilizar el nombre de dominio UNAD con la contraseña cisco123 
 
Configuración en DLS1  
 
DLS1(config)#vtp domain UNAD 
DLS1(config)#vtp ver 3 
DLS1(config)#vtp password cisco123 
DLS1(config)# 
 
Configuración en ALS1  
 
ALS1(config)#vtp domain UNAD 
ALS1(config)#vtp ver 3 
ALS1(config)#vtp password cisco123 
ALS1(config)# 
 
Configuración en ALS2  
 
 
ALS2(config)#vtp domain UNAD 
ALS2(config)#vtp ver 3 






2) Configurar DLS1 como servidor principal para las VLAN. 
 
 
DLS1(config)#vtp version 3 
DLS1(config)#vtpvtp mode server mst 
DLS1(config)#exit 
DLS1#vtp primary mst 
 
3) Configurar ALS1 y ALS2 como clientes VTP. 
 
Configuración en ALS1  
 
ALS1(config)#spanning-tree mode mst 
ALS1(config)#vtp version 3 
ALS1(config)#vtp mode client mst 
ALS1(config)# 
 
Configuración en ALS2  
 
ALS2(config)#spanning-tree mode mst 
ALS2config)#vtp version 3 
ALS2(config)#vtp mode client mst 
ALS2(config)# 
 
c. Configurar en el servidor principal las siguientes VLAN: 
 
Tabla 2. Tabla de Vlans y asignación de nombres. 
Número de 
VLAN 
Nombre de VLAN Número de VLAN Nombre de VLAN 
800 NATIVA 434 ESTACIONAMIENTO 
12 EJECUTIVOS 123 MANTENIMIENTO 
234 HUESPEDES 1010 VOZ 
















































e. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1. 
 
DLS2(config)#vtp versión 2 
DLS2(config)#vtp mode transparent 
 
DLS2(config)#vlan 800 









































g. En DLS2, crear VLAN 567 con el nombre de CONTABILIDAD. La VLAN de 








h. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 800, 1010, 
1111 y 3456 y como raíz secundaria para las VLAN 123 y 234. 
 
DLS1(config)#spanning-tree vlan 1 root primary 
DLS1(config)#spanning-tree vlan 12 root primary 
DLS1(config)#spanning-tree vlan 434 root primary 
DLS1(config)#spanning-tree vlan 800 root primary 
DLS1(config)#spanning-tree vlan 1010 root primary 
DLS1(config)#spanning-tree vlan 1111 root primary 
DLS1(config)#spanning-tree vlan 3456 root primary 
DLS1(config)# 
DLS1(config)#spanning-tree vlan 123 root secondary 
DLS1(config)#spanning-tree vlan 234 root secondary 
 
 
i. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como una 
raíz secundaria para las VLAN 12, 434, 800, 1010, 1111 y 3456. 
 
 
DLS2(config)#spanning-tree vlan 1 root primary 
DLS2(config)#spanning-tree vlan 12 root primary 
DLS2(config)#spanning-tree vlan 434 root primary 
DLS2(config)#spanning-tree vlan 800 root primary 
36 
 
DLS2(config)#spanning-tree vlan 1010 root primary 
DLS2(config)#spanning-tree vlan 1111 root primary 
DLS2(config)#spanning-tree vlan 3456 root primary 
DLS2(config)# 
DLS2(config)#spanning-tree vlan 123 root secondary 
DLS2(config)#spanning-tree vlan 234 root secondary 
 
 
j. Configurar todos los puertos como troncales de tal forma que solamente las VLAN 
que se han creado se les permitirá circular a través de éstos puertos. 
 
 
Configuración DLS1  
 
DLS1(config)#interface range e0/0-3, e1/0-3 
DLS1(config-if-range)#switchport trunk encap dot1q 
DLS1(config-if-range)#switchport trunk native vlan 800 






DLS2(config)#interface range e0/0-3, e1/0-3 
DLS2(config-if-range)#switchport trunk encap dot1q 
DLS2(config-if-range)#switchport trunk native vlan 800 





ALS1(config)#interface range e0/0-3, e1/0-3 
ALS1(config-if-range)#switchport trunk encap dot1q 
ALS1(config-if-range)#switchport trunk native vlan 800 







ALS2(config)#interface range e0/0-3, e1/0-3 
ALS2(config-if-range)#switchport trunk encap dot1q 
ALS2(config-if-range)#switchport trunk native vlan 800 




k. Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera: 
 
 
Tabla 3. Asignación de Interfaz y Vlans. 
Interfaz DLS1 DLS2 ALS1 ALS2 
Interfaz e1/2 3456 12 , 1010 123, 1010 234 








Configuración DLS1  
 
DLS1(config)#interface range e1/2 
DLS1(config-if)#switchport access vlan 3456 
DLS1(config-if)#no shutdown  
 
DLS1(config)#interface range e2/2 
DLS1(config-if)#switchport access vlan 1111 





DLS2(config)#interface range e1/2 
DLS2(config-if)#switchport access vlan 12 
DLS2(config-if)#switchport access vlan 1010 
DLS2(config-if)#no shutdown  
 
DLS2(config)#interface range e2/2 
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DLS2(config-if)#switchport access vlan 111 
DLS2(config-if)#no shutdown  
 
DLS2(config)#interface range e3/0-2 
DLS2(config-if)#switchport access vlan 567 





ALS1(config)#interface range e1/2 
ALS1(config-if)#switchport access vlan 123 
ALS1(config-if)#switchport access vlan 1010 
ALS1(config-if)#no shutdown  
 
ALS1(config)#interface range e2/2 
ALS1(config-if)#switchport access vlan 111 






ALS1(config)#interface range e1/2 
ALS1(config-if)#switchport access vlan 234 
ALS1(config-if)#no shutdown  
 
ALS1(config)#interface range e2/2 
ALS1(config-if)#switchport access vlan 111 













2.2 Parte 2:  Conectividad de red de prueba y las opciones configuradas. 
 
a. Verificar la existencia de las VLAN correctas en todos los switches y la asignación 
de puertos troncales y de acceso 
 
DLS1  
Show vlan  
 







































































































































































Ilustración 19.  Show Ip interface brief ALS1. 
 
 







b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente. 
 


















































































Se realiza un análisis detallado de cada problema planteado, para tomar 
decisiones en cuanto a configuración para cumplir con lo establecido en el 
escenario, como por ejemplo el direccionamiento de las IP, redes locales entre 
otras.  
 
Al realizar los escenarios propuesto se ha repasado lo observado a lo largo del 
diplomado, y se comprende los temas de EIGRP, donde es un protocolo de vector 
distancia avanzado es más fácil de usar, y a diferencia de IGRP tiene mayor 
eficacia. También se realiza el respectivo direccionamiento de IPv4 e IPv6, y el 
registro de Port-channel y las Vlan para tener varias LAN en la misma red.  
 
Se tiene un buen manejo de la herramienta virtual GNS3 donde se ejecuta los 
escenarios, y se ha realizado las actividades propuestas.  
 
Al concluir el trabajo se comprende de mejor manera las configuraciones 
realizadas tanto en los escenarios planteados, como en los laboratorios que se 
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