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1　はじめに
　本稿は、Wolfgang　Bar，Aktuelle　RechtsfragenbeisrafprozessualenEingrif
fen　in　die　Telecommunication，in：MMR8／2000，S．427ffを紹介するものであ
る。べ一ル博士はバイロイト大学でU．ズィーバー教授のもとで助手をつとめた
後、1992年に学位（学位論文はDer　Zugriff　auf　Computerdaten　im　Strafverfahren，
1992である）を取得された。1992年から（途中、検察官としての2年間をのぞいて）裁
判官として活躍されているが、同時にコンピュータ犯罪あるいはネットワークに
関係する刑事訴訟法上の問題について、注目すべき論文を多数発表されている。
　ドイツではすでに通信傍受に関する刑訴法の改正がおこなわれ、実際に傍受が
　　　　　　　　　　　　　　　　　　　　　　（1）実施されている。その概要についてはすでに紹介されているが、本論文はその運
用に際して生じてきた問題について検討をおこなっている。なお、紙幅の関係
上、論文の詳細まで紹介することが困難であるため、以下に論文の章建てを示
し、わが国における問題との関係で重要と思料される点を中心に紹介することと
する。
　　　1．法律上の侵害権限の体系
　　II．通信の傍受（刑訴法100条a）
　　　　　　1．刑訴法100条aの射程範囲
　　　　　　2．受信待ち受け状態の携帯機器の傍受
　　　　　　3．傍受のための基礎としてのIMEI番号
　　　　　　4．Eメール通信のコントロール
　　　　　　5．メールボックス・メールサーバからのデータの呼びだし
　　　　　　6．携帯機器におけるメールボックスの読み出し
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皿．FAG12条による調査要求
　　　　1．規範の効力継続
　　　　2．IMEI番号の告知
　　　3。将来の接続データの通知
　　　　4．顧客の同一性の開示可能性
　　　　5．刑事手続におけるデータの評価
IV．TKG89条・90条による調査請求
　　　　1．規制の射程範囲
　　　2．TKG89条、90条のテレサービス・メディアサービスヘの適
　　　　　用
V．傍受および調査請求における費用の支払
2　論文の概要（抄訳）
　　　1．法律上の侵害権限の体系
　現代のデータネットに関するコミュニケーション過程では、各サービス提供者
によって異なったデータが調査され、あるいは保存されており、これらに対して
は各々に対応した侵害権限がある場合にのみ捜査当局の側からアタセス可能とな
　　　　　　　　　　　　　　　　　　　　　　　　　　　　　（2）る。電気通信サービスの提供者にあるデータ調査に関する法的基礎はTDSVにあ
　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　（3）り、テレサービスならびメディアサービスの領域での提供者にっいてはTDDSG
　　　　　（4）もしくはMDStV12条ないし17条にある。コミュニケーションにおいて生じるデ
ータは、顧客の氏名、住所および電話番号にのみ関係するカタログデータ（Bes－
tandsdaten）、呼出しているまたは呼出されている電話番号ならびにコミュニケ
ーション過程の開始と終了にかかわる接続データ（Verbindungsdaten）、具体的な
通話内容である内容データ（Inhaltsdaten）に分類される。それぞれのデータに応
じて、異なった侵害の強度と法的基礎が認められることになる。対象者の権利に
対するもっとも強力な侵害では、コミュニケーションの内容に対するアクセスが
刑訴法100条aによる通信傍受の命令がある場合のみ可能となる。これに対し
　　　　　　　　　　　　　　　　　　　　　　（5〉て、コミュニケーション過程の接続データだけならばFAG12条でたりる。また、
　　　　　　　　　　　　（6）カタログデータの伝送義務はTKG89条、90条から生じる。
　　II．通信の傍受（刑訴法100条a）
刑訴法100条aによって、基本法10条に違反しつつも、コミュニケーションの
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内容を記録することが可能になっている。その場合、次の3要件が必要となる。
第一に、電気通信のアクセス可能な形態の傍受が問題となること、第二に、同条
に列挙された対象犯罪の具体的な嫌疑が存在すること、第三に、当該侵害の名宛
人が刑訴法100条a第2文に明文で述べられている人物の範囲に属することがそ
れである。この規制の射程範囲に関する一般的な問題とならんで、新たな法的問
　　　　　　　　　　　　　　（7）題が生じている。これらの問題は携帯機器利用者が現に存在している所在範囲
　　　（8）　　　　　　　　　（9）（Funkzelle）の伝送、IMEI番号の通知、捜査機関によるメールサーバあるいはメ
ールボックスの照会、Eメールの伝送のコントロールによって生じてくるもので
ある。
1．刑訴法100条aの射程範囲
　1997年の改正により、刑訴法100条aの「通信（Vermeldverkehr）」の文言が
　　　　　　　　　　（10）「電気通信（Telekommunikation）」に変更され、現在のコミュニケーション媒体
を含むことへの疑念が排除され、インターネット接続からメールボックスの操作
にいたるデータコミュニケーションのすべての形態が本条にょる傍受の対象とさ
れ、モニタ画面の盗聴処分だけが傍受から除外される。
　傍受規定の適用領域の重要な拡張は刑訴法100条bの新規定によりなされた。
従来の規制では、公衆回線のみにおける通信の傍受と録音が許容されるだけであ
ったが、この法改正により、業として電気通信サービスを提供しあるいはこれに
協力する者は傍受を可能にしなければならなくなった。TKG3条5号によれ
ば、電気通信サービスの提供者の概念は「収益獲得の目的の有無を問わず第三者
のための伝送設備の提供を含む電気通信サービスの継続的な提供」ということに
よりさらに具体化される。そのため、公的なネットワークに接続している私的な
ネットワークだけでなく、社内ネットワークのような閉鎖的な利用グループにお
いても傍受は可能になっている。さらに、インターネットにおけるルータならび
にサーバおよび第三者にアクセス可能なメールサーバまたは電話付随設備も電気
通信設備となる。そのため、ホテル、病院または企業における付帯設備の提供者
と同様、オンラインサービス、アクセスプロバイダおよびメールボックス事業者
がこの規定により含まれることになる。
2．受信待ち受け状態の携帯機器の傍受
　公安当局に伝送されるべきデータが携帯機器をも含み、したがって、各々のコ
ミュニケーションがおこなわれている場所も含むことに争いはない。このこと
　　9ρ1）は、FUV3条2項4号およびTDSV5条1項により明文をもって明らかであ
る。従来、明らかでなかったのは、現に通話しているのではなく、待ち受け状態
でしかない場合であっても、刑訴法100条aにより命ぜられた傍受に際して、携
292　早法77巻2号（2002）
帯利用者の所在範囲の情報を通知する義務があるのかということである。
　　　　　　　　　　三つのLG判決は、刑訴法100条aによりアクセス可能なデータに通話してい
ない携帯電話の技術的に条件づけられた所在範囲の通知も含むと判示した。これ
らの裁判所は、妥当にも、電気通信は人と人との間に成立する会話を前提にしな
いとしている。このことは、TKG85条および符合の送信あるいは伝送のあらゆ
る形態を含むとするTKG3条16号による電気通信の一般的概念から明らかであ
る。さらに、FOV3条2項1号、2号ならびに5号の規定も付け加えることが
できる。ここでは、コントロールの基礎として「通話」ではなく「接続」という
表現をし、通話状態でなくとも事業者により供給されうる情報が問題にされてい
る。以上から、刑訴法100条aの意味での電気通信の刑事訴訟上の傍受は、話さ
れた言葉にのみ限定されるのではなく、それぞれの機器の位置のようなデータを
も包摂しなければならない。これに対しては、所在範囲に関する調査には基本権
に対する強度の侵害が結びついており、それは質、範囲ならびに強度の点でポイ
　　　　　　　　　　　　　　　　（13）ントによる場所の確定と比較しえないとの批判があるが、これにはしたがいえな
い。通話内容のコントロールにおけるより強度の侵害はなく、しかも通話内容の
場合と同様、刑訴法100条aの厳格な要件に服するのである。所在範囲内の具体
的な場所を特定するためにさらなる措置を投入することには刑訴法100条aによ
って基礎づけることができない点で判例・学説に争いはない。
3．傍受のための基礎としてのIMEI番号
　従来は氏名および住所を令状に記載する義務があったにすぎないが、刑訴法
100条b2項の改正により、現在ではさらに電話番号または電気通信接続のその
他の識別（Kenmng）を申請する必要がある。この改正の理由は次の二つである。
第一に、傍受されるべき人物が複数の接続を利用できる場合に、基本権の侵害の
明確な限定と具体化をはかるべきである。第二に、サービス提供者の増加により
電気通信市場の変化に対応することが問題になり、傍受されるべき人物とまった
く契約関係にないが、技術的な変換を求められたネット事業者は、指示された氏
名と住所だけを基礎として本来傍受されるべき接続を確定することができない。
　　　　　　　　（14〉　BGH捜査裁判官決定においてこの「その他の識別」概念の射程範囲が扱われ
た。決定では、電子的な機器の識別（IMEI）だけが指示され、携帯電話の交信に
利用される電話番号が指示されていない場合でも、傍受の命令は十分に具体化さ
れているという結論であった。携帯電話の電子的な識別（IMEI）が「その他の識
別」であるということは規範の目的から明らかであるというのである。携帯機器
において、本来の電話番号と同時にそのつど利用されている携帯電話の電子的識
別（IMEI番号〉が伝送されていることは明らかであり、その点でこの決定の結論
　　　　　　　　　　　　　　　　　　　　　　　　　　　　（15〉に賛成できる。IMEI番号を通じて、電話番号を含む利用されるすべてのカード
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に結びつけることができ、刑訴法100条b2項の目的に適合して侵害の具体化を
十分になすことができる。しかし、他方で、IMEI番号を通じて携帯電話におい
て利用されるさまざまなカードヘ拡張することは侵害の拡大にもつながる。おそ
らくは、命令において携帯電話に対する個別の電話番号を知ることができ、個々
に決定が下される場合には、刑訴法100条aおよび100条bと一致するであろう。
制限的な基準としての比例性の原則を尊重することによってのみ被疑者の傍受の
危険を抑制することができる。
4．Eメール通信のコントロール
　Eメール通信はさらに別の新たな法的問題を提起する。この通信は技術的な観
点から三つの段階に区分することができる。第一に、メールがネットワークを経
由して送信者の計算機から受取人が登録し利用可能であるプロバイダのメールサ
ーバヘ伝送される。第二に、受取人が当該メールを呼出して自己の計算機に転送
するまで、データがメールサーバのハードディスクに有体性をもって保存され
る。第三に、受取人が自己の計算機ヘメールを取り込む。
　ここで、伝送されるデータヘのアクセスがどのような法的基礎に基づいて可能
となるのかということが、とりわけ第二段階の一時的に保存されているデータヘ
のアクセスについて問題となる。EメールにおいてもTKG3条16号の意味での
電気通信を問題にするかぎりでは妥当である。メールサーバヘの送信、メールサ
ーバから受取人への送信という第一段階と第三段階では、基本法10条の保護領域
が関係する。これに対して、第二段階の間は本来のコミュニケーション過程が中
断し、個人に関係するデータが一時保存される状態になっている。データ保護法
の観点で以上の点にに関する権限を付与するのはTDSV14条であ朕同法1条・
2条によりメールサーバにもこれが妥当する。捜査当局によるEメール通信の
コントロールは第一段階と第三段階では刑訴法100条aを基礎としてのみ許容さ
れることは明らかである。メールサーバに有体化されたデータヘのアクセスとい
　　　　　　　　　　　　　　　　　　ユ　　う第二段階について、争いがある。LG　Hanauは、Eメールの伝送を統一的な経
過としてみるべきであるとして、これを100条aのもとに包摂しようとした。し
かし、データヘのアクセスの時点において、傍受および記録されうる100条aの
意味での電気通信はまったく存在していない。基本法10条の保護の領域を保存さ
れたデータヘもあまりにも拡張することになってしまう。そうすると、例えば、
通話の場合でも、留守番電話機に録音された伝言も、通信の秘密の保護の対象に
なってしまう。しかし、情報が有体性のある媒体へ固定されるとただちに刑訴法
94条にもとづく保全が妥当するのである。これは、Eメールのような一時的な保
存の場合であっても変るところはない。したがって、LG　Hanauの見解は妥当
でない。BGHも、いわゆるメールボックス決定において、メールボックスから
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　　　　　　　　　　　　　　　　　　　　　　　　　　　（17）保存された情報を呼び出すことだけを刑訴法100条aに服せしめている。
　それでも、保全のための法的な要件が存在することから、刑訴法94条以下の適
用が可能である。情報の有体性は、テレコミュニケーションヘの侵害とすべての
形態の保全との間の適切な限界づけを明らかにする。たとえ、LG　Hanauにし
たがい、第二段階のメールについて刑訴法94条に基づく保全を否定したとして
も、郵便物等の差押（刑訴法99条）の適用領域を検討しなければならない。99条の
意味での郵便物または電報にEメールを包摂することが必要なる。
5．メールボッタス・メールサーバからのデータの呼びだし
　BGHのいわゆるメールボックス決定もこの関連に属する。具体的には、刑法
上重要な情報が推測されるメータボックスについて、従来の捜索の際に発見した
紙片に書かれていたパスワードを利用することが許容されるか、という問題が生
じる。裁判所は、そのような経過について適切な権限の基礎がなければならない
とし、その理由は他人の識別を電子的なコミュニケーションサービスのアタセス
として利用することは、もはや各管理者の同意に含まれていないというものであ
った。このような侵害は刑事訴追において刑事訴訟法からのみ導き出されること
ができる法律上の権限を必要とする。まず考えられるのが、刑訴法102条による
捜索である。他人のアクセス権限を利用することによって、基本法13条の保護領
域内で有体的に保存されている情報にアクセスすることができるからである。裁
判所はこれを否定するが、妥当である。この捜索は対象者に開示される強制処分
であり、告知をおなわずに秘密裡に捜索することはできない。そうでなければ、
104条以下の保護規定は過剰なものであり、国家の行為の憲法上要請される公開
性と認識可能性が保障されなくなってしまうだろう。保存されたデータヘのオン
ラインアクセスは、有体物の保全ではなく、無体情報の呼びだしに利用されるの
である。
　裁判所はこれを刑訴法100条aによる侵害と考えた。電気通信回線の末端にあ
るデータ伝送機構をもった計算機は通信設備の一部とみることができるというも
のである。しかしながら、二者間のコミュニケーションヘの国家の第三者として
の関与をとなう従来の傍受に対して本質的な相違が存在している。BGHは、
100条aの適用領域が現に存する伝送経過に限定されるのではなく、メールボッ
クスに呼び出すことができる情報にもおよぶとして、通信の侵害としてとらえ
た。BGHはこの侵害をさらに二つの点で内容的に限定する。一方で、刑訴法
103条の要件、すなわち処分が完全に特定されたデータに限定されることが必要
である。他方で、保存されたデータには一度しかアクセスすることが許されな
い。この付加される制限と傍受の原則からの逸脱は、刑訴法100条aが法的基礎
それ自体としては持ち出されないことを明らかにしている。他人のオンライン計
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算機への接続の構築は概念的に「傍受」ではない。それゆえ、他人のデータヘの
そのようなアクセスは、法律の新たな規定が創設されるまでの過渡的なものとし
て、刑訴法100条aによる処分とみることが許されるにすぎないのであり、この
点でBGHの見解に反対する。
　なお、隠密捜査官の投入の要件が存在する場合、これに依拠することは可能で
あり、識別の同一性を偽わることも正当化される。さらに新161条および163条に
依拠して情報を獲得することが可能となる。
6．携帯機器におけるメールボックスの読み出し
　携帯機器が保全されあるいは使用される捜査手続が増大することにともない、
どのような法的基礎に基づきメールボックスに保存されているデータを読み出す
ことが可能であるかという問題が生じている。この点について公刊された判例は
ない。被疑者の側で稼動状態にある携帯電話が発見され、押収された場合には、
法的な問題は生じない。保全には証拠資料に対してさらに分析をおこなう権利も
含まれている。これに対して、携帯電話の電源がきられている場合、自己の有罪
認定に協力することのできない被疑者には、データの呼び出しをできるようにす
　　　　　　　　　　（18）るために、携帯電話のPINを告知する義務はない。電気通信がおこなわれていな
いため、刑訴法100条aの規定は適用できない。この場合は、刑訴法94条を基礎
として、各利用者に対するメールボックスという計算機に有体性をもって保存さ
れているデータの押収をおこなうべきである。これに対して、メールボックスに
保存されているコミュニケーション内容にあっては、接続データもカタログデー
タも問題にならないため、FAG12条ならびにTKG91条に依拠することは排除さ
れる。
　　　III．FAG12条による調査要求
　コミュニケーションの傍受、それにともなう内容データの獲得は刑訴法100条
aに列挙された犯罪に限られるため、捜査機関はよりわずかな侵害として接続デ
ータに依拠することをかんがえる。情報伝送のディジタル化によってはじめて、
接続データのログをTDSV5条1項に基づいて保存することが可能になった。
照会請求はインターネットプロバイダの接続データにもおよぷ。このサービスの
利用者にはIPアドレスが静的にではなく、たいていは各接続ごとに付与される
ことから、この場合にも、接続データが問題になるのである。
1．規範の効力継続
　FAG12条の照会請求は、2001年末までその有効性が延長された。本条の後継
の条項についての議会の審議は見受けられず、刑訴法99条aの新規定の提案も
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この点を含んでいない。
2．IMEI番号の告知
　本条が曲erという前置詞を使用していることから、通話内容ではなく、コミ
ュニケーションの詳細な状況だけをとられえるものである。サービス提供者が具
体的になにを記録することが許されるかはTDSV5条に規定されている。これ
までの判例で問題とされてきたのは、利用されている携帯電話のハードウェアの
識別番号（いわゆるIMEI番号）もこれに属するのかということである。LG
　　　（19）Hamburgはこれを明示的に否定した。携帯電話は接続を意味しておらず、この
規範を機器への監視にも拡張する危険が存在するというのが理由である。
　　　　　　　　　　　　（20〉　これに対して、BGH捜査裁判官は、調査要求の前提要件が充足されているも
のと考えた。特定のカードの利用者と他方の通話の相手方との間の接続データだ
けを伝送することが許されるとするFAG12条の制限解釈は必要ないというもの
であった。結論的にはこれに賛成である。IMEI番号は、携帯機器における接続
を構築するために必要で、ネット管理者によって接続データとして記録される情
報に属しているからである。
3．将来の接続データの通知
　調査請求の射程範囲がここ数年の判例の内部においてとくに議論のある問題を
形成している。判例の多数は、将来なされる通話データの通知に関する命令に反
対する。これはFAG12条の明確な文言を根拠とするものである。すなわち、被
告人に向けられ「た」などと過去形を用いているのである。これに対して、いく
つかの判例は、電気通信事業者にそのような通知義務を認める。
　この議論においてまず確認すべきことは、過去に生じた接続データの全てが電
気通信事業者よって通知する義務があるということである。しかし、学説も判例
も一致して、このことをこえて、対象者の権利に対するこれ以上の侵害ついて法
的基礎を認めていない。たしかに実務上そのような義務を認める必要性はあるも
のの、そのような考慮だけをもって本条の文言の拡張を基礎づけることはできな
い0
4．顧客の同一性の開示可能性
　プロバイダは、ある特定のメールアドレスがどの顧客に付与されたものである
かを開示する義務があるのかということが問題になった。AG　Frankfurtは、
FAG12条によってこれを肯定した。
5．刑事手続におけるデータの評価
　BGHの判例は、調査請求によって獲得した情報を公判手続において使用され
ることを認め、さらに、調査請求によって獲得した知見を評価することを許容し
ている。これは刑訴法100条aの回避にはならないとみている。一方で、傍受は
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令状に基づいて将来に向けられるのに対して、調査はまさに過ぎ去った時間領域
にある。他方で、より本質的なのは、FAG12条では純粋に接続データのみが捜
査当局に転送され、電気通信の傍受におけるように、内容データはまったく転送
されないということである。
　　W．TKG89条・90条による調査請求
1．規制の射程範囲
　TKG89条、90条によって、捜査機関は、特定の電話番号に属する住所に関す
る情報を要求することができる。しかし、実際上の意味はそれほどはない。
2．TKG89条、90条のテレサービス・メディアサービスヘの適用
TKGにより生じる調査義務は、TDGまたはMDStVの意味でのサービスプ
ロバイダにも適用されるのかが問題となる。しかし、TKGは技術的な経過のみ
に該当するものであるのに対して、TDGないしMDStVはコミュニケーション
の内容や利用形態にもっぱら適用されるものである。その限りで、インターネッ
トプロバイダに対して調査要求も89条・90条に基づくことができる。ただし、IP
アドレスの通知については、これが静的なアドレスであればTKG90条の問題で
あるが、動的なアドレスが問題となるときはFAG12条が問題となる。
　　V．傍受および調査請求における費用の支払
　どのような場合にどのような範囲で企業は調査ないし傍受で生じた費用の支払
を要求できるのかという問題が生じる。1992年の組織犯罪対策法によって、立法
者は、証人および鑑定人の損害賠償に関する法律（ZSEG）の17条aにこれに関す
る規定をおいている。これによると、証拠目的に使われる依頼に基づき訴追当局
に情報を提供した人は損害賠償できるとされている。
　TKG90条3項によると、顧客の情報は公安当局に無償で提供すべきとされて
おり、ZSEG17条aによる賠償請求が問題となる。立法者は、明確に無償での情
報提供を前提にしているのであり、本条による情報提供による損害は賠償されな
いものと理解すべきである。
3　結びにかえて
　本論文は、ドイツにおける通信傍受を実施するなかで生じてきたいくつかの問
題点について判例の現状を示し、批判的に検討を加えている。今後、わが国にお
いて通信傍受が実施される場合にも同様の問題はおそらく生じるのであり、その
際の問題処理の参考になると思料される。なかでも、携帯機器とEメールに対
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する傍受についての本論文で扱われた問題点は、わが国でもすぐに生じてくるも
のであり、今後十分な検討が必要であろう。
　まず、携帯電話等の携帯機器についてであるが、わが国の現行法上は通話中の
傍受を予定しているのであり、待ち受け状態における位置情報を捜査機関が追跡
することはその射程外にある。なぜなら、犯罪捜査のための通信傍受に関する法
律（以下、r通信傍受法」）2条によると、「現に行われている他人間の通信につい
て、その内容を知るため」に傍受がなされるものとあり、位置情報は機器と地上
設備との間のやりとりであって、他人間の通信とはいえないからである。また、
位置情報は携帯機器がどのアンテナの射程内にあるかという情報でしかないタイ
プもあり、これでは通信の概念にもあてはまらないであろう（ドイツで利用されて
いる携帯機器では、機器と基地局とのやりとりがあるのでまだ通信といえる）。さら
に、機器と基地局とのやりとりがある場合でも、これは機械的なものであって、
これを「現に行われている他人間の通信」とするとはできない。しかしながら
は、今後の犯罪における携帯電話の利用の増加、薬物密売における取引の連絡で
の携帯電話の使用の増加は、当然予想されるところであり、なんらかの法的な手
当てをする必要がある。なお、携帯電話を現に使用して通話中であっても、位置
情報は通話内容とはいえないから、位置情報を傍受の対象とすることはできな
い。そもそも、現行の通信傍受法の制定時において、すでに携帯電話・PHSの普
及があり、しかも携帯機器の位置情報については社会的に取り上げられていたの
であり、そのような背景のなかで、位置情報の収集を排除する文言での立法をし
たことを考えれば、位置情報の収集を通信傍受法あるいは刑訴法の解釈によって
可能とするとは困難であろう。
　つぎにEメールの傍受についてである。本論文では、サーバに保存されてい
るメールは通常の差押手続で可能であるが、送信されてきたメールについては傍
受の手続によるものとしている。これはデジタル・データの証拠収集方法の問題
ともからんでくるように思われる。わが国では、無体物としてのデジタル・デー
タそれ自体を証拠として収集することはできない。したがって、傍受の最中にサ
ーバヘと送信されてきたメールについては、傍受とサーバに対する差押の両方の
手続を共用することになる。当面はこのような方法でも問題は生じないかもしれ
ない。とはいえ、サーバデータの証拠収集が、有体物としてのサーバの差押・押
収という方法しかないことが、被害者となっている場合でも、電気通信事業者に
過大な負担を強いて、捜査協力、告訴等に消極的な態度をとらせていることも留
　　　　　（21）意すべきである。さらに、今後、国際的な協調が要求されるようになった場合、
証拠としてのデジタル・データをどのように扱うべきかは問題となってくる。司
法共助において、日本で押収したメールの蔵置されているサーバを外国の司法機
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関に送付することは非現実的であろう。欧州におけるサイバー犯罪条約の進展を
みても、わが国でどのように対処していくのかは喫緊の問題といえる。
　最後に、ドイツでは、通信の外形にあたる情報についても、捜査機関がこれを
　　　　　　　　　　ア適時に収集する方策が法律／こよって整備されていることが本論文からも理解でき
る。わが国では、これは不正アタセス禁止法の制定過程においてログの保存義務
の問題として議論されてきたことである。これも今後のわが国おいてさらに議論
されることになり、参考となろう。ただ、ドイツにおける立法はある程度将来的
な展望をもって、しかも統一的な立法ポリシーのもとに法整備がされているとの
印象がある。さらに、技術的な発展に応じて、柔軟な立法措置を講じてきてい
る。しかしながら、わが国おける立法はどちらかといえば場当たり的で、しかも
立法の動機が回顧的で、過去の事象への対処におわっており、将来的な展望ある
　　　　　　　　　　　　　　　　　　　　　　　（22）いは横断的な立法ポリシーが欠如しているように思われる。べ一ル博士が本論文
の最後で述べているように、ここで扱われている問題はまさに現在の問題であっ
て、技術の進歩によってさらに状況は変化していくものである。法解釈論・立法
もそのような現実の進展に適時にかつ将来的な展望をもって対応することが必要
といえよう。
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