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Первой работой в области квантовой криптографии, стала работа Сти-
вена Визнера. В 1970 когда Стивен учился в Колумбийском университете, он 
получил отказ при попытке опубликовать статью по теории кодирования в 
журнале IEEE Information, по причине того, что описанные в ней предложения 
посчитали не научными. В этом труде была предложена первая своем роде си-
стема, основанная на квантовых состояниях для защиты банковских биле-
тов [1]. Исследователь предложил помещать на билет специальные световые 
ловушки в каждой из которых помещался фотон с определенной поляриза-
цией. Помимо этого, на билет наносился определенный шифр, который содер-
жал в себе информацию об поляризации каждого из фотонов. При применении 
фильтра с отличного от заданного, происходило стирание комбинации поли-
тизированных фотонов. Однако состояние развития техники на тот момент ис-
ключало применение данной технологии на практике. 
Только в 1983 работа Стивена Визнера была опубликована под назва-
нием Сопряженное кодирование. 
На основе работ Стивена Визнера, специалисты из IBM совместно с уче-
ными Монреальского университета разработали метод кодирования и пере-
дачи информации. Разработанный ими протокол получил название ВВ84 [2] и 
стал первым протоколом квантовой криптографии. Для кодирования инфор-
мации применяется протокол, основанный на четырех квантовых состояниях 
два формирования двух сопряженных базисов. 
Параллельно с этим на основе парадокса Эйнштейна — Подольского — 
Розенберга, а именно на принципе нелокальности спутанных квантовых объ-
ектов происходила работа по созданию протокола квантовой криптографии в 
основе которого лежит эффект спутанных состояний [3]. 
В 1989 году состоялась первая демонстрация установки распределения 
квантовых ключей. Процесс передачи происходил через открытую среду на 
дистанцию около 30 сантиметров [4].  
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С целью увеличения расстояния передачи информации в качестве среды 
начали применять оптическое волокно. Первые эксперименты в Женеве пока-
зали, что применение оптоволокна в качестве среды позволило увеличить осу-
ществить передачу на дистанцию более 1 километра.  
В 1995 году компания British Telecom продемонстрировали передачу на 
50 километров. Такая дальность передачи стала возможна благодаря экспери-
ментам с конфигурациями оптических сетей [5]. 
В 2001 году в Великобритании осуществили передачу на расстоянии 100 
километров. 
Первый рекорд по достижению максимальной дальности передачи ин-
формации был поставлен специалистами Национального института стандар-
тов и технологий и составляет 180 километров [6]. 
В 2002 году на выставке CeBIT–2002 презентация первой в своем роде 
коммерческой системы квантовой криптографии разработанной компанией 
Gap-Optique. Данная установка проставляла собой два небольших 19 дюймо-
вых блоков. В качестве источника фотонов применялся лазер с длинной волны 
1559 нм. На основе данной системы была осуществлена связь на расстоянии 
67 километров между городами Луизиана и Женева [7].  
Активные исследования в области квантовых сетей ведут крупнейшие 
технологические компании, включая IBM, Mitsubishi, Toshiba, а также автори-
тетные научные учреждения во всем мире. 
Помимо больших компаний стали появляться и небольшие компании, 
решения которых не уступают в технологичности гигантам. К таким компа-
ниям относятся MagiQ, IdQuantique, Smatrt Quantum.  
Специалисты из QinetiQ в 2002 осуществили передачу ключа на 24 км 
через воздушную среду. Для кодирования информации применялась поляри-
зация фотонов [8].  
В этом же году специалистами и Северо-западного университета Илли-
нойс продемонстрировали технологию передачи не только ключа, но шифро-
ванного сообщения. Скорость передачи достигала 250 Мбит/с. Данная работа 
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была поддержана грантом DARPA в размере 4,7 миллиона долларов. В резуль-
тате была разработана и запатентована система квантового кодирования Al-
phaEta [9]. 
В 2016 году ученые квантового центра Казанского национального иссле-
довательского технического университета (КНИТУ-КАИ) и Санкт-Петербург-
ского национального исследовательского университета информационных тех-
нологий, механики и оптики (ИТМО) разработали первую в Росси многоузло-
вую квантовую сеть. Данная сеть связала два корпуса Казанского универси-
тета, расстояние между которыми составила 30 километров [10]. 
13 декабря 2017 года компания ИнфоТеКс представила защищенный те-
лефон “ViPNet”. Создание данного телефона было основана на интеграции ап-
паратуры квантового распределения ключей. Данный продукт был создан при 
участии специалистов Московского государственного университета имени 
М.В. Ломоносова [11]. 
В данный момент происходят работы по созданию интегрированных ре-
шений систем квантовой связи. Важным критерием для увеличения объема 
применения данных систем состоит в повышении скорости передачи данных 
и осуществления передачи в воздушной среде.  
На протяжении последних пятидесяти лет, развитие систем квантовой 
криптографии, прошло путь от полного отрицания возможности реализации 
данных систем, до теоретических исследований и доказательства основных 
теорий и создания коммерческих систем, для подачи сообщений на расстояние 
десятков километров. Также получили развитие системы для передачи инфор-
мации в воздушной среде. Развитие техники не стоит на месте, разрабатыва-
ются новые решения области квантовых сетей. Уже через несколько лет дан-
ные сети будут обеспечивать безопасность обмена информацией не только в 
военных целя, но при совершении банковских операций, и коммуникаций 
внутри организации. Для создания отечественных аналогов и их повсемест-
ного применения требуется, подготовка широкого диапазона специалистов в 
этой области. Подготовка специалистов полностью ложится на плечи высших 
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учебных заведений, так как для работы с данными системами требуются спе-
циалисты высокой квалификации. В первую очередь потребуются специали-
сты в области квантовой физики, систем телекоммуникаций и информацион-
ной безопасности. 
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