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Анотація 
   українською:  
В роботі проведено огляд літературних джерел в області дослідження.  Проведено порівняльний 
аналіз методів оцінки ризиків та класифікаційних моделей загроз та порушника. Визначено, що одним із 
основних етапів розробки політики безпеки на підприємстві є управління ризиками, що включає в себе 
методи їх оцінки та мінімізації. Запропоновано метод мінімізації ризиків інформаційної системи, що 
дозволяє формувати cтруктуру cиcтeми зaхиcту iнфoрмaцiї з мiнiмaльними знaчeння ризику 
iнфoрмaцiйнoї бeзпeки. Використання математичного апарату теорії ігор, у тому числі максимінної 
стратегії, забезпечує отримання мінімального гарантованого значення ризику інформації, що відрізняє 
розроблений підхід від методів експертної оцінки.  Розроблений підхід є гнучким, що дозволяє 
змоделювати поведінку порушників різного типу. 
англійською: 
The paper reviews literature sources in the field of research. A comparative analysis of risk assessment 
methods and classification models of threats and offenders is conducted. It has been determined that one of the 
main stages of enterprise security policy development is risk management, which includes methods of their 
assessment and minimization. The method of minimizing the risks of the information system is proposed, 
which allows to form the structure of the information security system with minimal values of the risk of the 
information security. The use of mathematical  core of game theory, including the maximum strategy, ensures 
the minimum guaranteed value of information risk, which distinguishes the developed approach from the 
methods of expert evaluation. The developed approach is flexible, allowing to model the behavior of offenders 
of different types. 
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