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Abstract 
This study describes a questionnaire survey of undergraduate on-campus residents 
at the University of North Carolina at Chapel Hill, which compared the knowledge of 
students with and without access to understandable information on copyright. 
Copyright law has become a major issue for many universities as students use 
their schools' high-speed connection to download a variety of copyrighted and non-
copyrighted materials.  Universities and copyright holders alike have taken a variety of 
actions to try to reduce violations and complaints on campus; however, these tactics have 
not served the information need of students.  Students who are provided with information 
on copyright in a centralized location and accessible format are more likely to have a 
better understanding of the issues involved than students who are not provided with this 
information. 
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Introduction 
Statement of Problem 
 An increasing number of copyright violations is one of the major problems in 
universities with large on-campus student populations.  The University of North Carolina 
at Chapel Hill (UNC-CH) has over 7,000 students living in dorms across campus, and 
receives, on average, about fifteen to twenty copyright violations per month.  Due to the 
publicity of lawsuits and settlements dealing with illegal downloading, the vast majority 
of students realize that their actions are illegal.  However, most are uninformed of the 
consequences of their actions. 
 Consequences for illegal downloading vary by Internet Service Provider (ISP).  
Some ISPs will immediately reveal the name of a suspected downloader to the suing 
party, whereas others will refuse, pending court action.  UNC-CH serves as the ISP for 
students while they are on campus for classes or as residents, and as yet, has not revealed 
the names of accused students.  As a state entity, UNC-CH is protected from lawsuits 
providing that they follow the regulations set forth in the Digital Millenium Copyright 
Act (DMCA).   
Once a complaint of copyright violation is received from one of a number of 
entities (the Recording Industry Association of America (RIAA) is best-known), the 
University identifies the implicated student and notifies them of the complaint.  The 
student must then meet with an approved member of the Postmasters staff.  This staff 
member has the student sign papers promising to remove the offending media and to 
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refrain from repeating the offense.  They may also advise the student of further voluntary 
actions to take (i.e. telling them to turn off sharing on their computer or uninstall the 
filesharing program).  If UNC-CH takes these actions, they are not held liable for the 
student's violations as specified by the DMCA. 
However, many students are not aware of these processes.  Even if they know 
what happens while they are on-campus, they are concerned about what will happen 
when they leave campus and contract with another ISP.  They are unaware of the 
technicalities of the law – what they are and are not allowed to do.  There are a number of 
different filesharing programs, file formats, and alternatives available to students, and this 
can make the policies difficult to understand.  Students have a number of questions; for 
instance – "How is downloading an episode of a TV show to your computer different 
than downloading it using your TiVo?"  "I found this site in Russia that lets me download 
songs for a nickel apiece – the site says it's legitimate and I'm paying for the songs, but is 
this really legal?" 
Purpose of Study 
The purpose of this study is to examine the effects of educational materials on 
students’ perceptions of copyright.  For this study, I will create a website that will help 
students make more informed decisions about the consequences of filesharing.  I will 
survey students to determine the effects of this information on their perceptions, and 
ideally this would help in the long-term to reduce copyright violations on campus. 
Theoretical Perspective 
 There is not a lot of literature currently available for this type of research.  First 
and foremost, my research is limited to audio and video files only.  Some research exists 
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on using education to reduce the number of copyright violations of software, but it is 
somewhat difficult to ascertain the number of software violations, as there are no 
concrete numbers available to show a decrease in complaints.  Furthermore, copyright 
lawsuits and complaints dealing with audio-visual files are a relatively new phenomenon; 
as a result, there is comparatively little research available. 
 There are other tactics available to combat copyright violations.  UNC-CH, 
among other schools, makes use of two other methods.  First, there has been a legal 
downloading alternative available – however, it was available for on-campus residents 
only.  This began as a pilot program and was recently extended via a contract with 
Napster.  Secondly, we rate-limit or block traffic from peer-to-peer clients on campus.  
Within the Business School or the Medical School, the traffic is blocked due to the 
possibility of inadvertent sharing of sensitive information.  Within the residence halls, the 
traffic is rate-limited to five megabits per second.  Rate-limiting means that all traffic 
from peer-to-peer applications is aggregated, and then limited as a whole.1  Before the 
limit was put into place, use of peer-to-peer applications would slow traffic in the 
residence halls to about sixty kilobits (60,000) per second – for ALL traffic, legitimate 
and peer-to-peer.  A five megabit per second cap on this traffic caused residence hall 
traffic to return to an acceptable level.  UNC-CH chose not to disable peer-to-peer traffic 
altogether because it was recognized that these applications can have legitimate uses, and 
the University does not wish to discourage those uses. 
 However, copyright violation complaints have continued.  To take a more holistic 
approach, and to answer some common questions, I believe UNC-CH needs better user 
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education about copyright.  I will be focusing this education on on-campus residents, but 
it will ideally end up benefiting the campus community as a whole. 
Research Question 
What are the effects of educational materials on students' knowledge of copyright law? I 
believe that this research will show that generally, students are not informed about the 
intricacies of copyright law, and that providing that necessary information will increase 
their knowledge on the subject.  In the long term, the availability of this information 
could help to reduce copyright violations on campus.  The null hypothesis is that there 
will be no difference in the knowledge of students who have seen the study materials and 
the knowledge of students who have not seen these materials. 
Definition of Terms 
• Educational Materials: A website with information about copyright law and the 
answers to a number of student questions. 
• Students’ knowledge: This will be assessed using a survey.  The survey will cover 
their perceptions of commonly asked questions, rather than questions explicitly 
drawn from the letter of the law.  For example, it is difficult to determine the 
maximum penalty that can be assessed for a copyright violation, and students 
don’t want to know all the possible combinations.  They are interested in what 
most people have paid, and how those people got caught.  They want to know 
what they can and cannot do.   
• Intricacies of copyright law: More than just "Is this legal?" and "What am I 
allowed to do?"  Students need to know what their responsibilities are, what the 
University / ISP's responsibilities are, why they are allowed to do (or not do) 
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specific things, what policies apply to them and where these policies can be 
found. 
Literature Review 
Law.  It is important to define the legal issues surrounding copyright violations.  
Copyright is given to the author of a work once s/he has complied with statutory 
formalities, and it specifies the rights that attach when the work is copyrighted.  The most 
important rights in the cases of illegal downloading are the rights of reproduction, 
distribution, and display.  The owner of the copyright has the right to decide which rights 
s/he will enforce, and s/he may choose to give up some rights, or sell some to another 
party.  Typically, when a work is sold to a publisher or record company, the rights to 
reproduction, distribution, and display are sold, along with any other rights that are 
agreed upon by the author and the purchasing party.  This is why the record companies, 
not the artists, sue infringing individuals. 
 As a whole, computers have changed the face of copyright.  Reproduction of 
printed works has become much easier due to word processors and desktop printers.  One 
can scan in a book and create a PDF of it, copy a paragraph from an existing work in 
mere seconds for their own purposes, or give up the copyright to a work they own and 
distribute it freely on the web.  The proliferation of information has made it easier to 
infringe on copyright – willfully or accidentally.  As a result, the Copyright Act needed to 
be changed to reflect the newly available technologies. 
 In 1996, the No Electronic Theft (NET) Act was signed into law.  The NET Act 
specified what qualified as a violation of copyright – any quantity of copyrighted 
materials, amassed within 180 days, for which the total retail value exceeds $1,000.2  The 
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penalty for this misdemeanor is up to one year in federal prison and $100,000 in fines.  
Should you have more than a total retail value of $2,500, you are eligible for up to five 
years in federal prison and up to $250,000 in fines – furthermore, the violation becomes a 
felony.  However, this fee structure only applies under the NET Act, and can be added to 
the following standard infringement penalties.  For most non-electronic infringements, 
the fine can be $750 – 30,000 per infraction, depending on a variety of factors.  
Furthermore, if it can be proven that the infringement was willful, or showed a blatant 
disregard for the rights of the copyright owner, there may be an additional $150,000 fine 
assessed.3
 However, the definition of "total retail value" should be noted.  "Some federal 
prosecutors have assumed that about 10 people will download anything on a file-sharing 
network, so they multiply the retail value of shared song files by 10. … [After 
multiplying by ten and adding in statutory damages from above,] That means [a] $50 
million hard disk might have contained just 30 or 40 pirated albums."4
 It is also important to note that given the multiplier of ten above, the difference 
between a misdemeanor ($1,000 total retail value) and a felony ($2,500 total retail value) 
is very slim – a difference of merely one hundred and fifty (150) songs. 
The real-world effect of the narrow monetary gap between a 
misdemeanor and a felony will be wholesale plea bargaining: 
defendants will rarely risk a felony prosecution if they can 
avoid one by pleading guilty to a misdemeanor.  … The 
ultimate result will be questionable prosecutions brought and 
resolved by plea bargaining, with misdemeanor plea deals 
accepted by persons not because they are guilty, but because 
they fear the risks they will take if they insist on asserting 
their constitutional right to trial in order to establish their 
innocence.5
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 It is also important to note that, to date, very few cases have actually gone to 
court.  One defendant, Parvin Dhaliwal, pled guilty to a felony.  He received "a three-
month deferred jail sentence, three years of probation, 200 hours of community service, 
and a $5,400 fine.  The judge in the case also ordered him to take a copyright class at the 
University of Arizona, which he attends, and to avoid file-sharing computer programs."6
 After the NET Act, the Digital Millenium Copyright Act (DMCA) was passed in 
1998 with the intent of defining the responsibilities of an Internet Service Provider (ISP).  
To be protected against liability for actions of their customers, an ISP must follow a 
number of requirements.  First and foremost, it must be unaware that the material exists, 
must not have caused the material to be available on its network, and must not have 
modified the file. 
 If the ISP meets the previous requirements, it must also meet the following:    
• Provide to the Copyright Office the name and contact information of an 
agent who is designated to receive notices alleging infringement of 
copyright on the network. 
• Post the name and contact information of this person on a publicly-
available website. 
• Have a documented policy regarding copyright violations, which provides 
a link to information about copyright law. 
• Have a written policy about dealing with repeat offenders. 
• Must respond to an alleged violation, including removing access to the 
allegedly offending file.7 
 
Preventing Piracy.  Rather than relying on the good will (or fear) of the general 
populace to stop illegally downloading pirated songs, the music and movie industries are 
investing in anti-piracy technologies.  One such technology is Digital Rights 
Management, or DRM.  A number of online digital music distributors use some form of 
DRM.  Using the philosophy of "digital downloading facilitates illegal copying"8, DRM 
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seeks to restrict the uses of a particular file to restrict the user from doing anything 
illegal. 
 Copyright law was intended to provide a few rights explicitly reserved to the 
author, to ensure that s/he could profit from her/his creativity.  Fair use was intended to 
allow use of copyrighted materials for purposes with legitimate societal benefits – 
education, for one.  Personal use, then, is use of a work which is not expressly forbidden 
or blessed in the law.9  Before the computer age, personal uses had had a relatively small 
effect on copyright infringement, in part because it was difficult to monitor and difficult 
to infringe in vast amounts.  In short, copyright law began from a universe where almost 
all uses were permitted, and reserved a limited number of uses for the author.10
 However, Mulligan et al. found that "DRM-based restrictions on content use 
generally arise from a default of total restriction (unlicensed content), from which 
incremental permission may be granted in exchange for a fee."11  They also found that 
certain personal uses, such as lending a CD to a friend or transferring files to a portable 
music player, could not be easily accomplished using DRM.  "Content purchasers may 
fail to find compelling reason to buy Internet distributed music and movies.  This is 
certainly plausible given that online music and movies are priced similarly to their 
physical world analogues, yet, less valuable to consumers due to unique restrictions over 
use."12
 Conner and Rumelt found that there is a direct correlation between lower prices 
and the reduction of piracy.  They also found that improved protection technologies can 
help deter pirates, making it possible to raise prices, and concluded that piracy is better 
for consumers than protection because it helps to lower prices.13
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 Currently, digital television is undergoing its own piracy fight.  Tuner cards may 
be purchased for computers to allow them to download the digital stream from the 
television.  This could be a legal action, if the consumer is using their computer as a VCR 
and is recording the file only to time-shift the broadcast (this was found legal by the Sony 
Betamax decision).  However, increasingly often, the files can end up on a network and 
be downloaded by anyone.  The solution being offered is to put a "flag" indicating that 
the broadcast is a digital stream.  "That flag is simply a marker of sorts, a packet of bits 
embedded in a digital television broadcast stream that essentially carries the message 'this 
stream is protected'.  In addition to recognizing that message, new equipment must 
include technology that will prevent the content from being distributed to other devices 
unless they, too, are flag-compliant."14  Opponents of the flag argue that the quality of 
the content that is available on the web today is vastly inferior to what is available on 
television, and that therefore, this issue is not a pressing one.  Public interest groups are 
suing the F.C.C. and no decision is yet available. 
Ethics and the Argument for Education.  What drives some people to steal music, but 
not others?  The most obvious constraint is access – people who do not have online 
access cannot download, legally or otherwise.  Similarly, people using dial-up rather than 
a high-speed connection could be dissuaded from both alternatives.  While purchasing a 
compact disc is an immediate tangible cost, spending time online is a delayed cost.  It 
takes time to locate a suitable file and then download it.  Using a high-speed connection, 
a consumer is able to complete the searching and downloading relatively quickly.  
However, using dial-up, the process of locating and procuring a song could take much 
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longer.  Pirating a song is only feasible if the benefits of having the song outweigh the 
costs of getting it.15
 Sumner and Werner (1997) examined the attitudes of university students and 
information technology professionals on the subject of copyright violations.  The 
professionals found any copyright violation "including copying for convenience sake, to 
be unacceptable.  In contrast, the student sample viewed copying … on a temporary 
basis, or forgetting to return [it], to be questionable as opposed to unacceptable."16  This 
shows that experience, or the lack thereof, can affect one's perception of a legal issue.  
Further, Kreie and Cronan (1999) studied which factors cause a person to make ethical 
decisions in situations involving piracy and privacy.  They found that the most important 
factors in these decision were moral obligation, knowledge of the law and legal issues, 
and awareness of consequences.  "Knowledge of what behavior is acceptable and what 
behavior is unacceptable, along with its consequences, could be effective in deterring 
some types of computer misuses."17
 A number of authors18 have concluded that education on copyright could help to 
deter infringements.  Students already understand that they need to attribute works used 
in their schoolwork to the appropriate authors, but they do not always understand that use 
of works for non-educational purposes can be a copyright violation.  They also need to 
understand that not only are their actions illegal, but that they can be caught and 
punished.  The proliferation of lawsuits is doing a lot to help students to realize their 
potential culpability, but oftentimes they have questions about methods and reasons.  
They see copyright issues from their perspectives only, and not from the perspective of 
the copyright owner and / or creator of the work.19  Further, "destructive activity may 
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seem acceptable as long as it is unintentional [, however] these actions are considered 
very seriously and can be prosecuted.  Operating on a network is so new that all of its 
consequences are not well-understood.  Students need to be educated to the risks, issues, 
and consequences of their actions."20
Alternatives to Illegal File-Sharing.   The music industry as a whole has realized that 
downloading music will never end, and that in order to remain a vibrant industry, they 
should offer legal alternatives to illegal downloading.  "Surveys of consumers, especially 
college students and teenagers, have found that CDs are perceived as expensive. … The 
availability of MP3 technologies, digital downloading, and CD writing have empowered 
customers and changed their buying behavior."21  The days in which a consumer will go 
to a record store and purchase a CD of twelve songs for eighteen dollars are all but gone 
– most customers have realized that they will only want to hear a few songs off of a CD, 
and see no reason to pay full-price for only enjoying a quarter of an album. 
 Music services such as iTunes, Napster22, Ruckus, RealRhapsody, and others 
offer songs for around a dollar apiece.  Although these services have nowhere near the 
number of members as do the illegal file-sharing services, they are being recognized as a 
viable industry and alternative.  Universities, with their high-speed networks, are 
beginning to sign on with these services, generally at discounted rates, as a method of 
combating the rising numbers of copyright complaints.  "The University of North 
Carolina system got $150,000 from Sony BMG in the fall [2004] to offer services in 
dormitories across five campuses… Roughly 60 percent of students regularly use the 
download services.  Most schools ultimately expect to charge students future subscription 
costs of $5 to $8 per month in dorm fees."23
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 Off-campus, however, there can be some concerns with these programs.  
Bandwidth and its associated costs can be expensive, and some internet users may not 
have the level of experience to be able to figure out how to use the programs.24  
However, these problems apply to both legal and illegal services.  Unique to the legal 
services is the requirement for a credit card, which may deter some teenage users from 
being able to use the program.25  However, programs such as iTunes have recognized this 
problem and offer "allowances"26, gift certificates, and prepaid cards to be set up for 
younger family members. 
Case Studies.  Several universities have held campaigns to raise awareness about illegal 
file-sharing, or have set policies to reduce the number of reported violations.  Among 
these universities are the Massachusetts Institute of Technology (MIT), the University of 
Delaware, and the Ringling School of Art and Design. 
 MIT's study was on the topic of software copyright enforcement, and took place 
in 1992.  They chose to focus, in large part, on raising awareness that software is 
copyrighted, and that using software on more computers than stated by the license is a 
violation of copyright.  The IS department chose not to monitor the campus network for 
violations ("It is not the mission of IS to act as an Institute-wide police force nor would 
University culture tolerate IS appointing itself as one"27), but rather to engage in a large-
scale publicity campaign to inform the public.   
 The copyright awareness committee wrote articles for campus publications; put 
inserts in the school newspaper; created posters, buttons, and bulletin boards on the topic; 
and held ongoing educational seminars.  In addition, they added reminders about 
software copyright to all training classes held on campus.  They also created a mascot.  
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"A fierce pirate in full costume strode boldly across MIT's campus, accosting people in 
the street… As he pressed anti-piracy buttons into their hands, he advised one and all of 
the hazards of software piracy."28  The campaign was a success, with requests for reprints 
of articles, buttons, and posters.  I believe the campaign was successful because of the 
breadth of publicity, and because of the pirate.  If anything can be seen from recent 
events29, pirates and other mascots can generate a lot of attention, especially when armed 
with "freebies" such as buttons.  Articles in newsletters were ongoing, to keep the topic in 
the minds of campus professionals and to provide additional information on a regular 
basis. 
 At the University of Delaware and Ringling School of Art and Design, both 
campuses found that a strong, well-enforced, well-communicated, and consistent policy 
helped to reduce copyright violations.  Delaware educates students by requiring them to 
pass a quiz on the school's internet use policy before they are allowed access to the 
network.  Ringling had an internet use policy, but found it to be somewhat ineffective 
because "hindsight reveals that the first week of school is not an appropriate platform to 
outline the usage of school resources let alone be the only interaction with said policy"30.  
After this realization, they took steps to more consistently educate students on the policy. 
 Delaware and Ringling also found it effective to enforce sanctions on students 
whose actions violated their respective policies.  Both schools responded to cases of 
varying severity with appropriate levels of punishment, the most common being the 
removal of network privileges.  Ringling does this with an automated system, while 
Delaware removes privileges after a student hearing.31  Delaware opted not to block 
filesharing outright, citing Napster32 specifically as a problem program.  "The University 
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of Delaware has decided against blocking Napster for several reasons.  While Napster 
can be used to distribute copyrighted materials, it can also be used [for legal reasons].  
Blocking Napster traffic may be difficult because it can be configured to run on any 
number of ports.  Blocking all the ports that Napster could possibly use would effectively 
shut down the network.  The University feels education is a better solution."33
 The University of North Carolina at Chapel Hill relies on more advanced 
technology to block specific file-sharing traffic, in addition to providing a legal 
alternative.  However, as suggested by several sources, more education for our students is 
necessary for them to understand the law and our policies. 
Method 
Type of Research Approach 
 The first step is to find out what questions the students are asking.  For this step, I 
chose to utilize an informal survey of several populations.  I have a professional 
relationship with a number of groups on campus, and I have done a fair amount of 
reading on the subject of copyright violations. 
 Group One – ITS-ResNet.  Residential Networking, or ResNet, is a group of 
students living in the dormitories, providing technical support to other students within 
their buildings.  About forty-five ResNet employees provide support for about seven 
thousand students.  UNC Chapel Hill receives about twenty to thirty copyright 
complaints in a normal month, and most of those are for students living in the 
dormitories.  As copyright violations have been more and more publicized, and as more 
and more students receive these violations, the overall population of students in the 
dormitories wants more information about what they are and are not allowed to do.  
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ResNet employees receive a basic training in copyright violations and their effects during 
their training each year.  However, this training is not in-depth enough to cover all 
questions being asked by the students.  As a result, ResNet employees are asked a 
number of questions to which they do not know the answers.  I sent a listserv email to 
these employees, asking them to pass along any questions they have been asked.  Using 
this method, I received about twenty questions. 
 Group Two – ITS-Postmasters.  Once a student is cited for a copyright 
violation, their Internet connection is disabled in compliance with the DMCA, and they 
must come in for an Appropriate Use Policy (AUP) meeting with a member of the 
Postmasters staff to have their connection restored.  During this meeting, they are 
provided with a copy of the Appropriate Use Policy, to which they had to agree to 
register their computer for internet access at UNC-CH.  This policy serves as a reminder 
that they did agree to it, and that a copyright complaint is a violation of the policy.  The 
student is informed that they need to remove access to the media, and generally advised 
that they would be wise to remove the program that was used in the course of the 
copyright violation.  They are also informed of the consequences of subsequent 
violations.  Typically, the Postmaster staff is asked a variety of questions during these 
AUP meetings.  I spoke with two members of the Postmasters staff they emailed me a list 
of common questions. 
 Group Three – Student Program.  As part of my relationship with ResNet, I 
was asked to present at a student program on copyright violations.  I prepared a 
PowerPoint presentation covering the questions I had received from the ResNet and 
Postmaster staffs, and provided index cards for students to write down any questions they 
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came up with during the course of the presentation.  I received several index cards with 
questions, which I added to the total list. 
 Group Four – Reading.  I subscribe to the New York Times Circuits column 
online, and the writer, David Pogue, asked a number of questions that pertained to my 
paper.  There was a lot of discussion of the issue on his discussion board, along with 
some additional questions and answers.  Further, I read the daily Times headlines, along 
with a couple other sites devoted to technology, from which I have gleaned questions. 
 Overview of Research Approach.  I have conducted a more formal survey to 
obtain my final results.  I created a website dealing with copyright laws and answering 
the questions I had collected.34  After recruiting participants, I surveyed two groups of 
students.  The survey was computer-based, and was conducted in a campus computer 
classroom.35  One group of students was given twenty to thirty minutes to spend perusing 
the copyright website before they take the survey; the other group of students was not 
given this time and was asked not to look up any answers as they complete the survey.  
The survey tested their knowledge of the commonly asked questions.  It was not designed 
to test only the knowledge of the information on the website; rather, it was designed to 
allow students to answer their own questions from different states of knowledge. 
Sample, Population, Participants, and Participant Recruitment 
The user population is comprised of students living in on-campus housing.  
Approximately 7,000 students live on-campus.  The largest percentage of these students 
are freshmen, and the percentage decreases as seniority increases.  All students own 
laptops, as part of a campus requirement36, and each student has a one hundred megabit 
per second Ethernet connection.  Many classrooms have wireless access, and students 
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flood computer labs at class changes to check their email.  In short, campus residents are 
very accustomed to being connected to the network at all times.   
 My survey was taken by students, who were recruited by sending an email to the 
dorm listservs.  They were not randomly selected.  After working with students in a past 
position, I know that providing food is a very important part of getting student turnout.  I 
anticipated that offering food would increase the number of students who volunteered for 
my study, so I included an offer of free food in my recruitment emails.37
 The email was sent twice, to all of the dorm listservs.  This again was the result of 
experience recruiting students – the first round of emails netted about two thirds of the 
study participants, and the second round got the last third.  Responses were collected and 
then sorted by student’s preference into study sessions.   
Variables, Measurement Techniques, Data Collection Instruments and Materials 
The variable to be measured is each student's percentage of correct answers on the test as 
a whole.  It was measured within the controlled environment of a computer classroom, 
via a web-based survey.  I computed percentages within the test groups (students with 
and without access to the copyright website) and compared scores using a T-test. 
Study Procedures 
As stated, I sent an email to the dorm listservs asking for volunteers.  This email 
included a listing of session times and the promise of pizza for attendees.  I had a variety 
of session times to increase the chances of students being able to attend, and the provision 
of pizza generally increases willingness to participate.  Sessions were scheduled to 
accommodate differences in class schedules.  There were three sessions at 11am, held on 
a Monday, Wednesday, and Thursday to accommodate differences in class schedules.  
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There were also evening sessions at 6pm on a Wednesday and Thursday to accommodate 
students who had fully scheduled mornings.  Students sent in one or two choices for 
sessions, and were scheduled accordingly.  After students were scheduled based on their 
schedules, I chose the evening sessions to be the sessions that would see the website, and 
the morning sessions to be the sessions that did not.  This allowed for roughly equal 
numbers in the “saw the page” and “did not see the page” groups.  Students in each 
session were then sent a confirmation email telling them which session they were 
officially signed up for, and giving them directions to the room in which the study was 
held. 
At the first session, only three students of twelve who had signed up actually 
came to participate.  I was not sure if this was because the others had forgotten, or if they 
had gotten lost.  Therefore, the students who did not show up were sent an email offering 
them the chance to attend another session.  Three or four students accepted this offer and 
were moved into a session that accommodated their individual schedules.  Before each of 
the other sessions, I sent a reminder email, which again included directions to the survey 
room.  I also printed directional signs and hung them in the building, in case students got 
lost.  These measures appeared to have been beneficial to the students who came for the 
survey, as attendance subsequently increased. 
At each session, I gave a short introductory speech explaining who I am, the 
purpose of my research, and what actions would be required of them.  I gave the students 
in the "saw the page" sessions about twenty to thirty minutes to peruse the information, 
and ten to twenty minutes to complete the survey.  Students in "did not see the page" 
sessions were given only the ten to twenty minutes to complete the survey.  After 
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completing the survey, students were asked not to share the information they learned with 
other students, and I told them that they would be sent the information at the end of the 
week.  Pizza was provided on departure. 
The survey consisted of a number of fictional scenarios, in which an individual 
takes a particular action.  The student was then asked a question about the legality of that 
action, and the answers were multiple choice.  The survey is included as Appendix B. 
I did not keep a listing of which participants were in each session, other than to 
ensure that participants attended their scheduled sessions.  In all, I had almost seventy 
students sign up, but only forty actually attend.  These students were sent the follow-up 
email, which included the web address of the site I built, the web address of the 
completed survey with correct answers and brief explanations, and the web address to a 
page that I made providing statistics of correct answers.  This information was also sent 
to five students who expressed interest in the sessions but were unable to attend. 
Advantages / Disadvantages of Your Method 
 Disadvantages of Sampling: This is not random or representative sampling.  
Respondents were likely students who have an interest in copyright issues, or who have 
an interest in free pizza.  This was, to some degree, convenience sampling.  However, 
since my study did not focus on gender, race, or age as potential impacts on knowledge of 
copyright, the lack of randomness should not be a major issue.  I was also unable to 
obtain a sample of statistically significant size. 
 Advantages of Setting: Holding the session in a computer lab allows for some 
control of student actions.  It provides for fewer distractions and more supervision, to 
ensure that students are not using non-study resources (i.e. using Google to find answers). 
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 Advantages of Question Formats: Produces quantitative data, and multiple 
choices questions are easier to use to administer and produce good statistics. 
 Disadvantages of Question Formats: Students are unable to qualify their 
answers with explanations.  It is more difficult to offer all possible answer choices, and 
limiting the answer choices may suggest which answer is the correct one.  Furthermore, 
when dealing with fairly legalistic and technical issues, some students may not 
understand the answer choices.  The survey needed to make sense to students who have 
and have not read the website. 
 Other Disadvantages: As part of an effort to retain no personally identifiable 
information about participants, I am not examining their past history to determine any 
experiences that could bias my results.  There may also be some effect by way of 
compensation – studies have shown that if a person is compensated for participation, they 
may concentrate and work harder than they would have if they had not been 
compensated.  However, I argue that pizza is very slight compensation, and that I believe 
that the real compensation would be the information provided, as this seems to be a chief 
interest of students these days.  The basis for this assertion is that I have had several 
students email me to say that they cannot participate in the sessions, but that they would 
like to be sent the information anyway. 
Anticipated Ethical Issues 
While providing pizza as an incentive could possibly be construed as manipulative, this 
will likely not be seen as an ethical problem.  No personal information about students is 
being retained or attached to survey results. 
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Results 
 Forty students took the survey; nineteen saw the website and twenty one did not.  
Comparing the individual scores of students who saw the website with the scores of those 
who did not, students who saw the website did significantly better (p = .007) than 
students who did not.  The difference in scores is high, but we can be 95% certain that the 
increase in scores lies somewhere between 3.50370 points and 19.65419 points.  This 
information is tempered by the small sample size (40 students representing a population 
of 7,500), which resulted in a fairly high mean and standard deviation.  However, the p 
value has a strong significance, so any fluctuation that would result from a larger sample 
size would likely occur roughly along these lines.  The results of the t-test demonstrate 
that there is a statistically significant difference between the scores of students who saw 
the website and the scores of those who did not, t(18) = 3.012, p=.007.  This allows me to 
reject the null hypothesis, which stated that there will be no difference in the knowledge 
between the two groups, and conclude that students who have seen the study materials 
have a significantly better understanding of copyright than the students who have not 
seen these materials. 
 
Paired Samples Correlations
19 .467 .044Saw_Page & No_PagePair 1
N Correlation Sig. 
Paired Samples Test
11.57895 16.75416 3.84367 3.50370 19.65419 3.012 18 .007Saw_Page - No_PagePair 1
Mean Std. Deviation
Std. Error
Mean Lower Upper
95% Confidence
Interval of the
Difference
Paired Differences
t df Sig. (2-tailed)
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Importance of Study 
 UNC Chapel Hill has a high-speed network, technologically advanced processes 
to block file-sharing, and a number of support venues.  However, it has become apparent 
that students need more education about copyright law, the tactics used by the RIAA and 
associated entities, and the possible consequences.  This is obvious considering the 
number of questions being asked on campus. 
 I believe that most "copyright education" projects, to this point, have been along 
the lines of "illegal downloading is bad!"  With the publicity of court cases, anti-piracy 
commercials at the movies and on television, and efforts by campus IT groups, I believe 
that students already know that their actions are illegal.  They do not know, however, the 
letter of the law.  They are unaware of the various methods by which they can be caught.  
They are confused about the consequences, the technicalities, and the terminology. 
 Educating students about copyright will help them to make better decisions.  
Conner and Rumelt used a costs versus benefits analysis to analyze the piracy prevention 
strategies of media companies.  Students may use a similar costs versus benefits strategy 
– the costs of paying a nominal fee for a file, versus the benefits of knowing they will not 
be sued and knowing they are not violating the law.  With education, they will be better 
equipped to make this comparison between costs and benefits. 
Summary / Conclusions 
 While UNC-CH already has a fairly good system for dealing with and preventing 
copyright violations, this approach so far has focused more on protecting the network and 
its resources than it has focused on taking an active role in educating students on the 
issue.  Forced compliance does not breed understanding, and can even produce 
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resentment.  "The communication message must be that the School is taking a stand 
against copyright infringement, not that the 'IT department has taken away my KaZaA or 
Bittorrent'".38  Students tend to be a little more rebellious when they come to college – 
providing a positive message rather than a negative one could produce better results. 
 The general public as a whole is confused about copyright.  Coming from a 
University setting, we sometimes forget that issues that seem obvious to us are confusing 
to others with fewer resources.  Not everyone comes to college with the same level of 
experience, and any attempt at education should be accessible to all.  The University of 
North Carolina is a public university system, with the duty to serve and educate the 
people of North Carolina.  Offering education on copyright would further help the 
University fulfill its responsibilities. 
 My results show that students who are given access to understandable information 
will gain more knowledge than students who are not given this access.  While this may 
seem to be a fairly obvious conclusion, consider that the information already exists in a 
number of formats, and could have been found by both groups of students before and 
after my survey.  The most authoritative source of information would be the Copyright 
Act itself; however, most students have neither the desire to read it, nor the ability to 
effectively comprehend it.  Conversely, I am sure that there are a number of other 
copyright “primers” on the Internet that are easy to understand; however, they are not 
easy to find. 
 It appears clear from my results that UNC Chapel Hill students have an interest in 
copyright law, and that given the information, they can gain more knowledge than they 
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would otherwise gain on their own.  As a result, I will be working with the appropriate 
authorities to try to put my website on the campus network, on an official site, and to  
gain publicity for it.  We may not be able to stop students from downloading illegally, but 
we can certainly do a better job of educating them about what they can and cannot legally 
do. 
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1 This means that if ten people were using peer-to-peer, they would each be getting an average speed of five 
hundred kilobits (500,000 bits) per second.  If one person was the only person using peer-to-peer, s/he 
would get the full benefits of the five megabits per second. 
2 Grosso 24. 
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5 Grosso 26. 
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9 Mulligan 78. 
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11 Ibid 84. 
12 Ibid 85. 
13 Conner 129. 
14 Zeller. 
15 Conner 127-128. 
16 Sumner 6. 
17 Kreie 12. 
18 Maxwell and McCain, Lam and Tan, Sumner and Werner, Mercuri. 
19 Maxwell 155. 
20 Sumner 7. 
21 Premkumar 90. 
22 The legal version, not the service shut down in 2001. 
23 Colleges Carry a Tune. 
24 Premkumar 92. 
25 Ibid. 
26 Ideally, this information should be reflected on 
https://phobos.apple.com/WebObjects/MZFinance.woa/wa/allowanceWizard.  However, on 19 April 2005, 
this site was down.  This information can be found within the iTunes program, by clicking the "Allowance" 
link from the home page. 
27 Bushnell 47. 
28 Ibid. 
29 The success of the "Pirates of the Caribbean" movie, and the recent election of a pirate as student body 
president at NCSU. 
30 Ennis 102. 
31 This article was published in 2000; Detection and response may have changed since then. 
32 The illegal version. 
33 Mackenzie 174-175. 
34 This site and its related sections are included as Appendix A. 
35 This survey is included as Appendix B. 
36 http://www.unc.edu/cci  
37 This email is included as Appendix C. 
38 Ennis 102. 
39 This website is available at http://www.ibiblio.org/copyrightstudy
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Copyright Site 
This site is a collection of pages I wrote, intended to be accessible and easy for students 
to read. 
 
 
Note: This page is provided with formatting to provide a frame of reference.  Each 
subsequent page is a link from the left side of the above page, and these links were 
included on each page for navigation.
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 U.S. Laws Link
What Does the Law Say?  
This section will briefly cover the basics of copyright law and answer a few common 
questions. Copyright law can be very complex, and this reference is designed to provide 
information about a fairly narrow area of the law. This is not intended to serve as actual 
legal advice. Should you need legal advice on campus, please click here. 
• Copyright Questions 
o What IS copyright? 
o What are the penalties for violating the law? 
o Who owns a copyright, and what rights do they have? 
o What kinds of things are copyrighted? 
o What is Fair Use, and what exceptions does it provide in copyright law? 
o What are UNC's responsibilities under the law? 
The text of the law may be found here. Again, please remember that the information 
provided here is not intended as legal advice. We are simply providing answers to 
commonly asked questions. 
 
 
 
• What IS copyright? 
o Copyright is a collection of rights that attach to an original work. The law 
was intended to protect creators of works, and to reassure them that they 
would be given proper credit and recognition for these works. The law 
also provides for some penalties for people who violate the law. 
o An "original work" is a work that is distinguishable from another version. 
Themes can be re-used (think "Romeo and Juliet"), and as long as each 
new work retains enough originality, it can be copyrighted. 
o In order to actually own a copyright in a work, it must be original (see 
above), bear a copyright notice, and be registered with the Copyright 
Office. There is typically a small fee for registration, but if a work is not 
registered, the owner may not sue for additional statutory damages in case 
of an infringement. After 1989, the requirement for the copyright notice 
was dropped, under the assumption that someone acting in good faith 
would contact the copyright owner for permission to use the work. 
However, having the notice on the work provides an easier way to know 
who created it, and reduces the chances of an infringer being able to claim 
"I didn't know!" 
• What are the penalties for violating the law? 
o Under the No Electronic Theft Act, the following penalties are assessed 
for copyright infringements in digital format(s): 
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? Works having a combined retail value of more than $2,500 within 
any time frame: Up to five years in federal prison and $250,000 in 
fines. 
? Works having a combined retail value of less than $1,000, all 
within six months: Up to one year in federal prison and $100,000 
in fines. 
o The following penalties may be assessed for digital and non-digital 
offenses. If the infringement is of a digital work, these penalties may be 
combined with the penalties above. 
? Penalty per infringement: $750 - $30,000. The purpose of this 
penalty is to demonstrate that it's just cheaper to buy the license 
and not worry about getting caught. 
? Intent penalty: An innocent infringement may draw an additional 
$200 penalty. An innocent infringement is one where you 
genuinely didn't know you were doing something wrong, or one 
where you tried to follow the letter of the law but failed for some 
reason. A willful infringement may draw an additional $150,000 
penalty, if you were aware that your actions were wrong but took 
them anyways. 
• Who owns a copyright, and what rights do they have? 
o The creator owns the copyright in their own works. They may choose to 
give up some or all of these rights, by dedicating the work to the public or 
obtaining an alternate copyright such as a Creative Commons license. 
o Typically, when a creator sells their work to a publisher, distributor, or 
other production-type company, they transfer some of their rights to that 
company. They may choose which rights they wish to transfer, and in 
what formats their work may be used. For instance, a writer of a literary 
work may choose to give up the rights to reproduction, distribution, and 
display to her publishing company, but she may choose to give up these 
rights for the print format only -- no audio books. She may even choose to 
limit the amount of time the publishing company may have these rights 
before they become hers again. 
• What kinds of things are copyrighted? 
o The safest thing is to assume that everything is copyrighted. Music, 
literary works, photographs, works of art, sculptures, dramatic works, 
sound recordings, movies, choreographies, web pages, computer 
programs, and architectural works are all able to be copyrighted. But just 
because something is copyrighted doesn't mean that you can't download it. 
o Copyright "attaches" when a work is created. As it says in the question 
and answer above, there are specific rights that can be given up, 
transferred to others, or kept by the author. So even though just about 
everything is copyrighted, but that doesn't have to be a deterrent! 
o There are several categories of works which are not protected by 
copyright. United States government documents are not copyrightable. 
Works that failed to meet the definition of originality are not 
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copyrightable. Further, copyright is available only for a finite term, 
generally seventy years from the death of the author. 
o When in doubt, assume it's copyrighted. If you do some homework and 
find out who owns the copyright and what they allow you to do with it, 
you may find out that you're allowed to download it for free! For more on 
how to figure this out, click here. 
• What is Fair Use, and what exceptions does it provide in copyright law? 
o Fair Use is a provision in copyright law that allows certain uses of 
copyrighted materials. Generally, these uses are: 
? Educational works and teaching 
? Social commentary or criticism 
? News reporting 
? Parody 
o However, not every use that could be justified in the above manner(s) 
qualifies as Fair Use. Fair Use can also be defined by the purpose of the 
use, the amount of the original work that is used, the nature of the work, 
and the effect on the work's market. 
o To put this in more concrete terms, you are generally allowed to make one 
copy (amount) of a work (unless it has been expressly forbidden) for your 
personal use in your schoolwork (purpose). If the work has a limited 
market, such as a book for your advanced math course (nature) that has 
little use to the average reader and is not sold in Barnes and Noble, your 
copying of this work has a stronger effect on the work's market. This is 
because, as a member of the book's limited target audience, you are 
choosing to copy a section rather than buy the book. If the target audience 
of a book is 100 people, your copying of the book causes a loss of 1% of 
the publisher's revenue. 
o In certain situations, if you are found guilty of copyright infringement but 
can prove that you were making a genuine effort to follow the guidelines 
of Fair Use, the judge may reduce the damages to $0. 
o Fair Use is a strong defense to copyright infringement. You should be 
aware of these rights, and use them! If we all ignore Fair Use rights, 
they could disappear. 
• What are UNC's responsibilities under the law? 
o When you are on campus, UNC serves as your Internet Service Provider 
(ISP). As an ISP, we have two different capacities: processing Internet 
requests, and hosting personal webspace. This means that if you use our 
network to download or upload copyrighted materials, we have different 
responsibilities than if you were offering these files from your webspace. 
o In both capacities, we as an ISP may not initiate the download, modify the 
material(s), or keep them longer than necessary. When the material is 
stored on your webspace, however, we have more complex 
responsibilities. 
? We may not be aware that the infringing material exists. 
? We may not receive a financial benefit from the existence of the 
material. 
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? Upon notification that the material is infringing copyright, we must 
remove access to it immediately. 
? We may not restore access until we are certain the material is gone, 
or is not infringing. 
o Following the above restrictions means that UNC will generally not be 
held liable for your actions. However, under certain circumstances, we 
may be sued along with you. 
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UNC Policies Link 
What Are UNC's Policies on Copyright?  
At UNC, there are two policies governing your use of the campus network. You should 
be aware of the language, restrictions, and consequences of both policies. 
• Policies 
o Copyright Infringement Policy -- What is the campus policy concerning 
copyright and other intellectual property? 
o Acceptable Use Policy -- What may I do with my campus internet 
connection? 
You will be provided with a link to each policy, as well as a description of what it says. 
You should pay attention to these policies -- violation of them could get you sent to 
Honor Court or have your Internet connection cut off. 
 
Copyright Infringement Policy
• What is the Copyright Infringement Policy? 
The Copyright Infringement Policy states UNC's responsibilities under federal 
copyright law, and specifies what is expected of students, faculty, and staff at 
UNC. This policy states what happens once a complaint of copyright infringement 
is filed against you, and what will happen to you on campus and in the legal 
system. This policy also encourages you to use materials, but to use them legally. 
Fair use is a critical legal right, particularly in the educational system, and rights 
that aren't used are easily taken away. 
• What happens if I am cited for a copyright violation? 
o The complaint is filed. Once the copyright owner becomes aware of an 
infringement, they send notice of this infringement to our designated 
copyright officer. This person is: 
Jeanne Smythe 
CB # 3420, 105 Abernethy Hall 
University of North Carolina at Chapel Hill 
Chapel Hill, NC 27599-3420 
e-mail: copyright@unc.edu 
telephone: (919) 962-5322 
fax: (919) 962-5334 
The complaint must include the filename, IP address, and method by 
which the file was accessed. Otherwise, we are not legally required to 
respond to the complaint. 
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o UNC must respond. We consult our logs to find out which user has been 
implicated. We then investigate the material in the claim, to verify that the 
person or agency making the complaint is legally responsible for the 
material. When necessary, we prepare a legal defense or try to settle the 
dispute. We may also take disciplinary action against the user. 
o What happens to me? We disable your internet access and access to your 
campus webspace and notify you of the complaint. If this is your first 
offense, you must meet with staff members to sign forms acknowledging 
your wrongdoing (What happens during this meeting?), and you must also 
remove the infringing material from the network. After this meeting, your 
internet connection is restored. If this is your second offense, you must go 
to Honor Court. 
o You may submit a counter-notice. If the notice of infringement was 
based on a mistake or misidentifies you as a user, you may submit a 
counter-notice. Counter-notices are taken very seriously, as there are 
severe penalties for falsely accusing someone of violating copyright. 
• What happens if I violate this policy? 
Violation of this policy is also a violation of the Acceptable Use policy above. 
Please see this section for information on possible consequences. 
• Where may I see the full text of this policy? 
http://www.unc.edu/policy/copyinfringe.html 
 
Acceptable Use Policy
• What is the Acceptable Use Policy? 
The Acceptable Use Policy states what you are allowed to do with your campus 
Internet connection. UNC serves as your Internet Service Provider (ISP). As an 
ISP and a state entity, we enforce tighter restrictions on our connections and 
users. This is for many reasons, but in general serves to protect our reputation and 
ability to function as a respectable research institution. For instance, if we allow 
users to send unsolicited commercial emails (more commonly known as "spam"), 
certain Internet domains and administrators would put us on a "block list", 
thereby not accepting emails from us. This could seriously hamper the ability of 
the University to conduct legitimate research activity. 
• What am I NOT allowed to do? 
o You may not engage in commercial activity (such as running a business) 
using your campus network connection. This means that you may not use 
your campus webspace (http://www.unc.edu/~onyen) to sell your 
products. You may not sell your products using your campus email 
address. You may not conduct business over a campus connection (i.e. 
responding to a customer using your business email while sitting in class). 
We are a non-profit educational institution.  
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o You may not spam the email accounts of others. This includes sending 
mass mails and chain letters. Should you need to send a mass mail for 
legitimate purposes, click here. 
o You may not in any way harass others using your campus connection. 
This includes any communication that may be deemed "unlawful, 
threatening, abusive, fraudulent, hateful, defamatory, obscene, or 
pornographic", or that in any way could be a violation of criminal or civil 
laws. 
o You may not attempt to "hack into" or intercept data from computers and 
user accounts on the campus network. You may not access any machines 
which you are not expressly permitted to access. 
o As the Internet and its uses evolve, so will this policy. ITS reserves the 
right to determine what is and is not a violation. 
• What happens if I violate this policy? 
Depending on the frequency, severity, and intent of the violation, likely sanctions 
may include:  
o Removal from the campus network. 
o Honor Court proceedings. (Students) 
o Legal action. 
o Disciplinary action. 
o Termination. (Employees) 
o Referral to the appropriate department for action. 
• Where may I see the full text of the policy? 
http://www.unc.edu/policy/aupol.html 
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What CAN I do? Link 
"So, I hear a lot about what I can't do. What CAN I download and what AM I 
legally allowed to do?"  
That's probably the most popular question. There are so many stories out there about 
students "just like you" being sued for copyright violation that you're entitled to be 
nervous, but it's important to remember that there are a lot of things you CAN do online 
that are perfectly legal. 
• YOU CAN: 
o Download and distribute songs when the artist has given you permission 
to do so. 
o Make a backup copy of a CD for personal use. 
o Use TiVo or a Digital Video Recorder (DVR) to download an episode of a 
TV show. 
o Use Peer-to-Peer networks in your dorm room for a variety of purposes. 
o Download songs FROM THESE SITES for free! 
 
 
 
• Download and distribute songs when the artist has given you permission to 
do so. 
o Permission is the key word here. Some artists, such as Metallica and the 
Dixie Chicks, have made headlines for waging battles against having their 
songs available for download on the P2P networks. They have NOT given 
you permission to download or distribute their songs! A TON of other 
artists, however, have given you permission to download and sometimes 
even distribute their songs. 
o To give a bit of historical and cultural background, the artists themselves 
typically make very little off of each album sale. Lots of other people take 
cuts -- the stores who sell the albums, the people who store them, ship 
them, produce them, burn them to CD, create the cover art, etc. Artists 
typically make most of their money from touring. 
o There are two schools of thought on the P2P networks. The first one is that 
by downloading a song or making it available to others, you are reducing 
the number of people who have / will purchase a particular album. This 
theory is supported or refuted in a number of locations. 
o The second school of thought is that if you want people to want to see you 
when you tour, offer them your music for free and let them decide for 
themselves. A number of great indie bands follow this model, because the 
internet provides a wonderful way to distribute music to a wide audience 
for very little money. However, a number of more mainstream bands have 
decided to follow this model as well. Artists such as Wilco have released 
their records online for free, and have done extremely well. 
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For some acts, file sharing seems to have actually increased sales. When 
Wilco's Yankee Hotel Foxtrot came out in 2002, the entire album had been 
available through peer-to-peer networks for nearly a year. Yet the album 
sold more than 50,000 copies its first week out --— the best debut of the 
band's career and more than double the first-week tally of its preceding 
album. (Source) 
o So YES, there is music out there that you can download and distribute for 
free. But be careful! Just because you can download it for free, doesn't 
mean you can automatically make it available to others. Those are two 
completely different rights. Most artists who make their music available 
for free know this, and will tell you what you may do with their music. 
Take an extra five seconds and READ the download page! 
o One last thing. We know you want the sites. Click here. 
• Make a backup copy of a CD for personal use. 
o The Audio Home Recording Act allows you to make one backup of a CD 
for personal use. Personal use means FOR YOURSELF -- not for a friend, 
parent, sibling, pet, roommate, professor, random circus clown... 
o It's important to note that this law was written before DVDs existed. A 
strict legal interpretation of the law would say that it is illegal to make a 
backup copy of a DVD, even for personal use. In the unlikely event that 
the RIAA and others stop focusing on P2P networks and begin invading 
American homes to ensure the authenticity of each DVD, there is an 
excellent chance that the "backup for personal use" provision of the Audio 
Home Recording Act would apply to DVDs as well. But in the letter of the 
law at the current time, it is technically illegal. 
• Use TiVo or a Digital Video Recorder (DVR) to download an episode of a TV 
show. 
o Again, personal use is key here. If you download it, watch it, and put it on 
your computer to be shared on a P2P network, it's illegal without 
permission. 
o A famous copyright case is the Sony Betamax decision. Betamax was an 
early VCR, and it was produced by Sony. The Hollywood industries sued 
Sony because the VCR made it possible for people to record TV shows. 
Dual-deck recorders, which had two tape slots, could be used to record 
one tape onto another. The Supreme Court ruled that the primary use of 
the Betamax was for people to "time-shift" -- record a TV show to be able 
to watch it at a more convenient time. While VCRs could be used for 
illegal purposes, their primary (personal) use was ruled to be legal. 
o This same logic is used for TiVo's and DVRs. They are perfectly legal for 
personal use, but once the recorded shows are made available for 
distribution, it's illegal without permission. 
• Use Peer-to-Peer networks in your dorm room for a variety of purposes. 
o See the question above for the legality of what files you can download and 
share. 
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o You are allowed to use P2P networks in your dorm room. We recognize 
that P2P networks can have perfectly legal uses. Professors may put up 
assignments, readings, or other documents. BitTorrent is a great way to 
quickly download a Linux distribution. And as noted above, artists can 
make their own songs available legally for downloading. 
o However, because of network performance issues, the bandwidth allowed 
for P2P sites in the dorms have been rate-limited to a total of 5mbps. To 
put this in perspective, your dorm ethernet connection has a top speed of 
100mbps. The "standard" top speed of a cable modem or DSL modem (for 
people living off-campus) is between 1.5mbps and 3mbps, depending on a 
number of factors. The rate-limiting means that everyone living in the 
dorms will have their P2P requests funnelled into one "pipe" that is 
approximately 1/20th the size of your dorm connection, but 2 - 3 times the 
size of the "pipe" going to a cable modem or DSL router. We recognize 
that there are significant legal uses to P2P programs, but we have a 
responsibility to provide reliable internet connections for everyone on 
campus. Limiting the bandwidth of P2P programs has allowed us to ensure 
this reliability. 
o A word of caution! Some less ethical P2P programs can re-enable sharing 
even after you have disabled it. This can mean that you may be sharing 
your files even if you don't know it! We do prohibit P2P traffic in the 
Business School and Medical School, because of the sensitive information 
stored in these locations. If you are a Business School or Medical School 
student, please be extra careful about sharing files from your dorm room. 
You don't want to be the cause of someone's medical or financial data 
being available to millions! 
• Download songs FROM THESE SITES for free! 
o http://creativecommons.org/audio/ -- Links to free music and sounds, 
along with directions on how to make your own music available to 
billions. 
o http://creativecommons.org/video/ -- The video counterpart to the above 
link. 
o http://db.etree.org/ 
o The Daily .Wav -- A .wav file is an audio file. This site is dedicated to 
audio quotes from a TON of TV shows and movies. They've been going 
for ten years -- if you're looking for something specific, you'll probably 
find it. 
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What CAN’T I do? Link 
Honor Court! Lawsuits! Thousands of dollars in legal fees! Fighting giant 
corporations!  
Sounds scary, huh? Who wants to worry about all that, on top of classes and a full social 
calendar? There are a number of things that you ARE legally allowed to do, but you need 
to know both sides of the story. You don't want to do things that are illegal, but you also 
don't want to stop doing things that you're actually allowed to do!  
• YOU CANNOT: 
o Download music or movie files without permission. 
o Distribute music or movie files without permission. 
o Use P2P clients in the Business or Medical Schools on campus. 
o Make a backup copy of a DVD. 
o Download or distribute an episode of a TV show without permission. 
 
 
 
• Download music or movie files without permission. 
o Permission is the key word. Different artists and recording companies can 
give permission for their songs to be made available for free downloads, 
but not all of them do this. A fairly large portion of mainstream artists and 
recording companies want to keep these rights for themselves, and they 
want you to buy the CD or the song from a service such as iTunes, 
Napster, or Rhapsody. 
o Click here to learn how to tell which files you CAN download. 
• Distribute music or movie files without permission. 
o This is basically the same as above, except that downloading and 
distributing are two different rights. An artist may give permission to you 
to download their music, but not to distribute it. It's like you go out and 
buy a CD from the music store, and then you buy a bunch of blank CDs 
and make a copy for your fifty closest friends. Without permission from 
the copyright holder, that's illegal! 
o Putting these files in your public webspace (this would be your 
public_html folder on campus servers) also counts as distribution! 
• Use peer-to-peer (P2P) clients in the Business or Medical Schools on campus. 
o It's perfectly fine to use your P2P clients in the dorms, but not in the 
Business or Medical Schools. While there are legal uses for P2P clients, 
the medical and financial data in these schools is too sensitive for us to 
allow P2P usage. 
o Many P2P clients enable filesharing by default, and some of them can turn 
it back on even after you've turned it off. To reduce the chances of this 
data being shared (on purpose or accidentally), filesharing has been 
disabled in these locations. 
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o A word of caution! If you are a Business School or Medical School 
student, please be extra careful about sharing files from your dorm room. 
You don't want to be the cause of someone's medical or financial data 
being available to millions! 
• Make a backup copy of a DVD. 
o The Audio Home Recording Act allows you to make one backup of a CD 
for personal use. Personal use means FOR YOURSELF -- not for a friend, 
parent, sibling, pet, roommate, professor, random circus clown... 
o It's important to note that this law was written before DVDs existed. A 
strict legal interpretation of the law would say that it is illegal to make a 
backup copy of a DVD, even for personal use. In the unlikely event that 
the RIAA and others stop focusing on P2P networks and begin invading 
American homes to ensure the authenticity of each DVD, there is an 
excellent chance that the "backup for personal use" provision of the Audio 
Home Recording Act would apply to DVDs as well. But in the letter of the 
law at the current time, it is technically illegal. 
• Download or distribute an episode of a TV show without permission. 
o While it's perfectly legal to use a TiVo or DVR to record a TV show, the 
law becomes murkier if you use your computer to record that same 
program. The reason behind this is that while a TiVo or DVR is not 
designed to be able to share the downloaded files over the network, your 
computer can share them very easily. As noted above, filesharing 
programs generally default to sharing your files. You can tell the program 
not to do so, but some of the less ethical programs can turn the sharing 
back on. Sharing TV shows or movies is just like sharing music files -- It's 
fine if you have the permission of the copyright holder, but without that 
permission, it's illegal. 
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How, What, and Why Link 
We Know What You Really Want to Know.  
Now you've read about what the laws say, what the policies are, and what you are and 
aren't allowed to do. You've read about sites that you may use to legally download free 
music. But we know what else you want to read about! 
• How, What, and Why 
o HOW they can catch you. 
o WHAT they can do if you get caught. 
o WHY excuses don't work! 
 
 
 
• HOW they can catch you. 
o Of course, they're not going to come right out and TELL you! General 
methods that the recording and movie industries use are: 
? Google searches. Quick, try this for yourself. Metallica is one of 
the bands that has been the most active in the anti-P2P network 
movement. So, how tough is it to find their songs available for 
download? This link does a Google search for MP3s with the word 
"Metallica" in the name. How many do you find? Remember -- you 
are not allowed to download these without paying for them! 
? Fake songs. The industries put up fake versions of songs on the 
P2P networks so that you'll download them and get the wrong 
thing. Madonna has been one of the artists to use this tactic. The 
theory is, the more fake songs you get, the faster you'll give up on 
trying to download it. 
? Being members themselves. So let's say you're Chief Wiggum, and 
you want to catch Fat Tony, the mobster. You know he has his 
hangout, and only mobsters are allowed in. So what do you do? 
You dress up a cop as a mobster and send him in wearing a radio 
device so you can hear everything that's being said. It's a common 
police tactic, and that's exactly what the industries are doing. They 
go in, looking just like any other user, and see who has what 
available for downloading. 
• WHAT they can do if you get caught. 
o If you are reported for violating copyright (What happens when I am 
reported?), you will face action from UNC and possibly a lawsuit from the 
copyright owner! The penalties can be a little scary, and you should know 
that if you choose to violate copyright, these penalties are a real 
possibility.  
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o At UNC, a copyright violation is a violation of both the Copyright 
Infringement and Appropriate Use Policies. The following are the 
consequences for violating these policies: 
? We disable your internet access and access to your campus 
webspace and notify you of the complaint. If this is your first 
offense, you must meet with staff members to sign forms 
acknowledging your wrongdoing, and you must also remove the 
infringing material from the network. After this meeting, your 
internet connection is restored. If this is your second offense, you 
must go to Honor Court. 
? This seems like it's not important, but consider this -- What if you 
have an exam or a paper due, and need your internet connection? 
And what if you end up going to Honor Court, and they put a note 
on your transcript? Sanctions from UNC are very important and 
you don't need the stress! 
o LEGALLY, the following penalties may be assessed if you are found 
guilty of a copyright violation: 
? Works having a combined retail value of more than $2,500 within 
any time frame: Up to five years in federal prison and $250,000 in 
fines. 
? Works having a combined retail value of less than $1,000, all 
within six months: Up to one year in federal prison and $100,000 
in fines. 
? The following penalties may be assessed for digital and non-digital 
offenses. If the infringement is of a digital work, these penalties 
may be combined with the penalties above. 
? Penalty per infringement: $750 - $30,000. The purpose of 
this penalty is to demonstrate that it's just cheaper to buy 
the license and not worry about getting caught. 
? Intent penalty: An innocent infringement may draw an 
additional $200 penalty. An innocent infringement is one 
where you genuinely didn't know you were doing 
something wrong, or one where you tried to follow the 
letter of the law but failed for some reason. A willful 
infringement may draw an additional $150,000 penalty, if 
you were aware that your actions were wrong but took 
them anyways. 
• WHY excuses don't work! 
o My friend downloaded it! When you agreed to the Acceptable Use policy, 
you agreed to be responsible for all traffic coming from your computer. 
Many people try this excuse, and the answer is generally that your 
computer is your responsibility. Saying "Well, sure, I have 500 music files 
on my computer, about 50 from the Black Eyed Peas, but THIS ONE was 
my friend!" isn't really going to work. However, if you can show some 
evidence that your friend really did download the file, they will take some 
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of the blame for the infringement. Yes, it was their action, but you should 
have taken steps to properly secure your computer.  
o A virus downloaded this file! This is possible and it has happened, but it's 
very rare. A decent number of P2P systems some bundled with some type 
of spyware, and most systems do have some security violations. 
Furthermore -- remember those fake versions of songs above? -- you can 
download a virus named Dave-Matthews.mp3 instead of downloading the 
actual song. That being said, it has to be a clear case of a badly 
compromised computer. If you use this excuse, our Security experts will 
probably look at your computer, and they'll be able to tell whether or not 
you downloaded the file. 
o I really didn't do it! This has also actually happened. The RIAA has been 
wrong, and they can incur legal penalties for filing inaccurate claims. 
However, if you try to claim that you really didn't do it, you'd better have a 
really good air-tight reason:  
Some of those being sued [...] are contending that their cases are purely 
ones of mistaken identity. That is exactly what Mrs. Ward says happened 
to her. Not only does nobody else use her computer in more than a passing 
way, the computer, an Apple Macintosh, is not even capable of running 
the KaZaA file-swapping program [which was specifically cited in the 
complaint]. (Source) 
o My roommate downloads all the time! Why wasn't s/he caught? To put it 
mathematically, a download is one transaction and an upload is a second. 
If you and your roommate have identical filesharing habits, except that 
your roommate doesn't have files uploaded for others to download, your 
chance of being caught is therefore twice as high as your roommate's 
because you're generating twice as much traffic. OK, so it's not exactly 
half -- the tactics cited above generally make it easier to catch uploaders, 
or people who have sharing turned on. However, we don't always know 
which tactics they're using, and you can get caught for downloading just as 
easily as you can get caught for uploading. Therefore, the best reason why 
your roommate didn't get caught is pretty simple -- S/he was lucky. You 
were not. 
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Dictionary Link 
A 
B 
C 
Commercial Activity: Any activity that is intended to generate profit. This definition is 
intentionally left broad. 
D 
Distribute: Making something available to others. This is one of the rights that are given 
to the copyright owner, and distributing a file without the owner's permission is like 
stealing from them. See also: upload. 
Download: Putting a file from some other source onto your computer. The most common 
way is via the internet, which you can think of as a cloud. When you download 
something, the cloud is sending the file "down" to your computer on Earth. When you 
upload something, you are sending it from your computer "up" to the cloud. 
E 
F 
Fair Use: Please see the discussion here. 
Filesharing: The act of sharing files. This can be accomplished via email, instant 
messenger, peer-to-peer (P2P) clients, or any other method involving uploading or 
downloading files. 
G 
H 
Hack: Gaining access to a computer or server that you do not have permission to access. 
This can be done to view, copy, or change existing information on that machine, as well 
as a number of other motivations. 
I 
Infringe: To violate the rights of someone or something. A copyright infringement 
violates the rights of the copyright holder. 
ISP: Internet Service Provider. A company or organization that provides internet access, 
generally for a fee. On campus, your ISP is UNC. UNC's ISP is NCREN (North Carolina 
Research Educational Network). Off campus, common ISPs are BellSouth, Time Warner, 
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AOL, and Verizon. Each ISP has an individual policy dealing with how you may use 
their services. They also provide different services -- email accounts, personal webspace, 
speeds, etc. 
J 
K 
L 
M 
N 
Notice of Copyright: A notice is comprised of three things: The copyright symbol ( © ), 
the year in which the work was first published, and the author's name. Notice used to be 
required for a work to be copyrighted, but now it is recommended as a method of 
combatting accidental infringement. 
O 
Original Work: A work that is distinguishable from another version. Themes can be re-
used (think "Romeo and Juliet"), and as long as each new work retains enough 
originality, it can be copyrighted. 
P 
Peer-to-Peer (P2P): Peer-to-peer networks are networks in which one person can 
establish a direct connection with another. This term generally infers some sort of 
filesharing. Technically, instant messages are peer-to-peer communications, as are phone 
calls, yet the term is generally only applied to filesharing. 
Permission: While there are seven specific rights that are involved in copyright, a 
copyright owner can give others permission to use his or her work in specific ways and 
formats. Once this permission is granted, you can use that specific work in those specific 
ways. An artist whose songs are available for free download on his or her website is 
giving you permission to download them, but you may or may not have permission to 
send the song from your computer to your friend's computer. Check the webpage that you 
downloaded the song from, and you should be able to tell fairly easily what the artist is 
allowing you to do. 
Personal Use: For yourself. You are allowed to make a single backup copy of a CD for 
yourself, but you are not allowed to give that copy to a friend, neighbor, sibling, parent, 
teacher, pet, etc. 
Q 
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R 
S 
Spam: Unsolicited commercial email. "Unsolicited" means that you have never done 
business with that particular company, and that they are not a non-profit organization. 
Spam is generally sent in mass quantities, with forged information and a variety of other 
tricks. 
T 
U 
Upload: Uploading means that you are making a file available to other people. Think of 
the internet as a cloud, and of your computer as yourself on Earth. You have to send the 
file "up" to the cloud so that it can get to other people. If you getting files from other 
people, or downloading them, the files are coming "down" to your computer from the 
cloud. 
V 
W 
Webspace: Webspace can be given to a user of an ISP. This is personal space where the 
user can store files or host a website. Depending on the user agreement, this space may or 
may not be used for commercial activity. 
X 
Y 
Z
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Copyright Survey 
This survey is intended to gauge your knowledge of copyright law and how it pertains to 
you. Please be assured that this survey will only test your knowledge of existing laws and 
policies, and that you are in no way being asked about your own personal habits. You 
may choose to respond or not respond at any point during the survey. No personally 
identifiable information will be associated in any way with the data you provide on this 
survey. Thank you for your participation. 
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Email to Students 
This is the email that was sent to students living in the dorms.  It was sent two weeks 
before my study with a subject line of “Free Pizza!”, and then one week before my study 
with a subject line of “Questions about Copyright?” 
 
Dear Student,  
 
You've probably heard by now of the lawsuits that are being filed against people ? even 
students like you! ? who illegally download copyrighted materials.  But do you know 
WHY they're being sued, and how YOU can avoid this kind of trouble?  
 
There are plenty of things online that you can download perfectly legally! The difficult 
thing for most students is knowing enough about the laws to understand what you are and 
aren't allowed to do.  
 
For only 30 - 45 minutes of your time, you can get FREE PIZZA and a little peace of 
mind.  We are recruiting for a short research study that will survey your knowledge of 
copyright law, and provide you with the answers to questions you didn't know you had.  
We will be holding sessions at the following dates and times.  
 
DAY SESSIONS  
Monday, September 26: 11am - 12pm  
Thursday, September 29: 11am - 12pm  
Friday, September 30: 11am - 12pm  
 
NIGHT SESSIONS  
Wednesday, September 28: 6pm - 7pm  
Thursday, September 29: 6pm - 7pm  
 
Location: Manning Hall (behind Lenoir)  
 
Take a short survey, get some free pizza, and learn something!  
 
Please respond to copyrightstudy@unc.edu with your name and two sessions you would 
be able to attend.  
 
Thanks, and we look forward to seeing you!  
 
S. Adair Thaxton  
 
_____________________________________________  
 
Important Study-Related Information  
 
IRB Study #     LIBS 05-051  
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Consent Form Version Date: 12-Aug-2005  
 
Title of Study: Educating Students about Copyright and Fair Use  
 
Principal Investigator: S. Adair Thaxton  
UNC-Chapel Hill Department: Information and Library Sciences  
Co-Investigators: Paul Jones, M.F.A.  
Funding Source: none  
 
Study Contact telephone number:  919-451-0240  
Study Contact email:  copyrightstudy@unc.edu  
_________________________________________________________________  
 
What are some general things you should know about research studies?  
You are being asked to take part in a research study.  To join the study is voluntary. You 
may refuse to join, or you may withdraw your consent to be in the study, for any reason, 
without penalty.  
 
What is the purpose of this study?  
The purpose of this study is to determine the effects that information can have on 
students’ understanding of copyright.  
 
How many people will take part in this study?  
This study is being conducted at UNC-Chapel Hill, and all participants will be on-campus 
residents.  We will be surveying approximately 120 students.  
 
How long will your part in this study last?  
Your participation will last approximately 30-45 minutes.  
 
What will happen if you take part in the study?  
You will complete a survey on copyright law and ethics.  No prior knowledge about 
copyright law is needed ? the study will test your personal perceptions, not your 
knowledge.  You will not be asked to confess to any illegal behaviors.  
 
Will you receive anything for being in this study?  
Students participating will be compensated with pizza. 
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