Abstract-We propose for the first time new transmission schemes based on linear precoding to enable simultaneous confidential broadcasting and power transfer in a multiuser multi-input single-output network, where a base station with N antennas simultaneously transmits power and confidential messages to K single-antenna users. We first design two transmission schemes based on the rules of regularized channel inversion (RCI) for both power splitting (PS) and time switching (TS) receiver architectures, namely, RCI-PS and RCI-TS schemes. For each scheme, we derive channel-independent expressions to approximate the secrecy sum rate and the harvested power in the largesystem regime where K, N → ∞ with a fixed ratio β = K/N . Based on the large-system results, we jointly optimize the regularization parameter of the RCI and the PS ratio or the TS ratio such that the secrecy sum rate is maximized subject to an energyharvesting constraint. We then present the tradeoff between the secrecy sum rate and the harvested power achieved by each scheme, and find that neither scheme always outperforms the other one. Motivated by this fact, we design an RCI-hybrid scheme based on the RCI and a newly proposed hybrid receiver architecture. The hybrid receiver architecture takes advantages of both the PS and TS receiver architectures. We show that the RCI-hybrid scheme outperforms both the RCI-PS and RCI-TS schemes.
I. INTRODUCTION

E
NERGY harvesting from the environment has been widely recognized as a promising candidate to provide perpetual power supplies and prolong the lifetime of wireless networks with low cost and high convenience. Spurred by Grover and Sahai's pioneer work [1] , simultaneous wireless information and power transfer (SWIPT) has recently sparked a significant amount of attention. This is due to its ability of transporting both energy that is collected at the energy harvester and information that is decoded by the information decoder at the same time, through radio frequency (RF) signals from the base station (BS). It is highlighted that SWIPT is particularly suitable for the scenario where wireline charging and battery replacement are hazardous or infeasible. Recently developed receiver architectures for SWIPT include power splitting (PS) and time switching (TS) [2] , [3] . The receiver with PS uses a signal splitter to allocate the power between information decoding and energy harvesting. Differently, the receiver with TS implements a switcher to allocate the time between information decoding and energy harvesting.
Security becomes a crucial issue when SWIPT is adopted in a multiuser broadcasting channel. In such a channel, the transmitted information is received at not only the intended receiver but also the power receivers and/or potential eavesdroppers. Traditionally, cryptographic technologies are used to ensure wireless communication secrecy. However, techniques based on the encryption may not be suitable for SWIPT, since the required high computational capability will lead to high energy consumption and a burden on power transfer. As an effective alternative, physical layer security has been recently investigated to tackle the security issue for SWIPT, e.g., [4] - [9] . Physical layer security [10] - [13] provides secure data communications by exploiting the characteristics of wireless channels, such as interference, fading, and noise. Motivated by its great potential, physical layer security for SWIPT has been studied in different scenarios, e.g., multiple-input single-output (MISO) network with a single intended receiver [4] , [5] , relay networks [6] , [7] , cooperative networks [8] , and multicast networks [9] .
Although [4] - [9] explored the design of physical layer security with SWIPT, the secrecy for SWIPT in multi-antenna broadcast networks aiming at achieving confidential broadcasting has not been touched in the aforementioned literature. Differing from the wiretap channel, confidential broadcasting enables multiple messages to be securely transmitted to multiple users in the network. Specifically, each message is intended for one of the users but needs to be kept secret from the others. Spurred by its great importance, confidential broadcasting has been elaborately studied in conventional wireless networks without the consideration of power transfer, e.g., [14] - [20] . We note that the introduction of confidential broadcasting into SWIPT has not been thoroughly studied in the literature. The challenge brought by this introduction is to properly address the interference signals in SWIPT, which can also be used for wireless power transfer. To tackle this challenge, it is a must to understand the tradeoff between secrecy and energy in the problem of simultaneously confidential broadcasting and power transfer (SCBPT) and to carefully control and utilize the interference amongst multiple users. It is found that the optimal beamforming design for SCBPT was studied in [21] , with the objective of minimizing the transmit power subject to secrecy-rate and energy-harvesting constraints. However, the tradeoff between secrecy and energy was not presented in [21] and only the PS receiver architecture was considered.
In this work, we comprehensively investigate the problem of SCBPT. Specifically, we design new transmission schemes as per the rules of linear precoding for two practical receiver architectures, i.e., PS and TS. We consider a single-cell network where an N -antenna BS simultaneously transmits power and independent confidential messages to K single-antenna users. The BS adopts linear precoding based on the regularized channel inversion (RCI) [22] to achieve SCBPT. Moreover, we propose a new hybrid receiver architecture to reap the joint benefits of both PS and TS. The primary contributions of this paper are summarized as follows.
1) We design transmission schemes based on RCI precoding with both PS and TS receiver architectures, namely, RCI-PS and RCI-TS schemes. For each scheme, the precoding matrix is designed to tradeoff the received signal power, the information leakage, and the interference via a regularization parameter. The tradeoff between confidential information transmission and wireless power transfer is further regulated by the PS ratio in RCI-PS scheme or the TS ratio in RCI-TS scheme. 2) We derive new channel-independent expressions for the secrecy sum rate and the harvested power achieved by the designed schemes in the large-system regime, where K, N → ∞ with a fixed ratio β = K/N . The largesystem expressions do not depend on the channel realizations, which eliminates the huge computational burden of performance evaluation incurred by Monte Carlo simulations. Numerical results are provided to confirm the accuracy of our large-system expressions, even for finite K and N . 3) We optimize the design of transmission schemes based on the large-system expressions. We jointly optimize the regularization parameter of the RCI and the PS ratio or the TS ratio, aiming at maximizing the secrecy sum rate subject to an energy-harvesting constraint. We present and compare the tradeoff between the secrecy sum rate and the harvested power for each scheme. An important conclusion is reached that neither the RCI-PS scheme nor the RCI-TS scheme always outperforms the other. 4) We design an RCI-hybrid scheme based on the RCI with a newly proposed hybrid receiver architecture. We derive large-system expressions for the secrecy sum rate and the harvested power achieved by the RCI-hybrid scheme.
We further optimize the design of RCI-hybrid scheme based on the large-system expressions. We show that the RCI-hybrid scheme outperforms both the RCI-PS and RCI-TS schemes in terms of the achieved tradeoff between the secrecy sum rate and the harvested power. It is worth mentioning that the analysis of the proposed schemes in this work relies on the assumption of Gaussian input signals for information-theoretic optimality. We note that practical signals are often of a finite alphabet and non-Gaussian. Thus, investigating secure transmissions with finite-alphabet inputs is of practical importance, e.g., [23] , and will be considered as future work.
Throughout the paper, we adopt the following notations: (·) − − → denote almost sure convergence and convergence in probability, respectively.
II. NETWORK MODEL
We study SCBPT in a multiuser MISO broadcast network consisting of K single-antenna users and one N -antenna BS. The received signal at user k is given by [24] - [26] 
where γ k denotes the distance-dependent path gain, the 1 × N row vector h k denotes the channel state vector, x denotes the transmitted data vector, and n k ∼ CN (0, σ 2 n ) denotes the narrowband additive white Gaussian noise (AWGN) introduced by the receive antenna. The path gain captures the attenuation of the signal waves with distance and is equivalent to the path-loss coefficient used in some other papers. In this work, we assume that all users have the same path gain such that γ k = γ, ∀k. We assume that the antennas at the BS and the users are sufficiently spaced apart such that all links between transmit and receive antennas are uncorrelated. The small-scale fading effects between the BS and the users are modeled as independent and identically distributed (i.i.d.) complex Gaussian variables with zero mean and unit variance, i.e., h k ∼ CN (0, I N ). For the sake of brevity,
H as the channel state matrix between the BS and all users.
In addition, we assume that each user k perfectly knows h k and feeds it back to the BS. Finally, we assume that the BS perfectly recovers the CSI from feedback information. We note that perfect CSI is assumed to be available in this work. If channel estimation errors exist, the achievable secrecy rates of the proposed schemes would decrease. As such, the achievable secrecy rate derived in this work can be regarded as an upper bound on the achievable secrecy rate for the network with channel estimation errors.
A. Confidential Broadcasting
The first requirement in the design of SCBPT is confidential broadcasting. To meet this requirement, the message for each user k needs to be securely transmitted such that the unintended users obtain zero information. Since the behavior of users cannot be fully controlled by the BS in designing secure transmission strategies, we consider a worst-case scenario in the design of SCBPT such that all other K − 1 users are treated as potential eavesdroppers. In this scenario, we assume that the eavesdroppers can jointly eavesdrop on the message in a collaborative manner. Therefore, the alliance of K − 1 cooperating eavesdroppers is equivalent to a single eavesdropper with K − 1 distributed receive antennas, which is denoted by eavesdropper k. The cooperating eavesdroppers decode their own signals and share them with each other. It follows that the cooperating eavesdroppers are able to perform interference cancellation, leaving only the signal for the intended user. Note that the consideration of the worst-case scenario is necessary in designing confidential broadcasting networks; see, e.g., [16] - [19] .
The secrecy performance of the network is measured by the secrecy sum rate, denoted by R s , which is mathematically formulated as
where R k denotes the perfect secrecy rate at user k. Specifically, R k quantifies the instantaneous rate at which user k can receive the message confidentially and reliably.
B. Wireless Power Transfer
The second requirement in the design of SCBPT is wireless power transfer. To meet this requirement, the BS transmits wireless power to users for maintaining their receiver operation. The wireless power transfer brings great convenience for the energy access to users in the network where interconnecting wires are inconvenient, hazardous, or impossible. The harvested power at user k needs to be larger than a threshold, Γ k , which is the minimum power to maintain the receiver operation at user k [27] . In this work, we assume that all users are the same type of receiver device, such that the energy-harvesting constraint is the same for all users, i.e., Γ k = Γ, ∀k.
C. RCI Precoding
We consider that the RCI [22] is adopted at the BS to achieve confidential broadcasting and power transfer. As a linear precoder, the RCI 1 has a low signal processing complexity and a full ability of controlling the information leakage and interference amongst multiple users [17] , [19] . As per the rules of the RCI, the precoding vector for the message for user k is given by
where c is the scaling factor to ensure the transmit power constraint at the BS and α is the real non-negative regularization parameter. Note that the scaling factor c is identical for all s k to ensure that the power constraint is satisfied, as per the rules of the RCI precoding [22] . Such a structure of the RCI with identical c for all messages has been widely adopted in the literature, e.g., [17] , [19] , [20] , [22] , [28] . We clarify that α achieves a tradeoff between the signal power at the receiver and the crosstalk amongst users. In particular, the RCI with α → ∞ converges to conjugate beamforming, which maximizes the intended received signal power. In addition, the RCI with α → 0 converges to zero forcing, which minimizes the crosstalk amongst users.
The transmitted data vector x is given by
where s k denotes the message for user k. We assume that the messages for different users are independent. We also impose a unit average power constraint on s k such that E{ss
T . We further assume that the BS is subject to an average transmit power constraint given by E{ x 2 } = P . Then, the scaling factor c is written as c = P
The problem of designing the RCI precoder is to find the regularization parameter α in order to obtain the scaling factor c in (5) and the precoding vector w k in (3).
It is worth mentioning that the RCI precoder is not the optimal linear precoder. The optimal linear precoder usually does not have any closed-form expression, and the determination of the optimal linear precoding is a complicated and timeconsuming optimization process. As previously mentioned, the RCI achieves a balance between the conjugate beamforming and the zero forcing with low complexity, although suboptimal. Thus, a great amount of research attention has been paid to the RCI-based design in the literature, e.g., [16] , [17] , [19] , [20] , [22] , [28] , [29] , focusing on different scenarios. We highlight that this paper is the first study on the RCI-based transmission schemes for the SCBPT.
III. RCI-PS SCHEME AND RCI-TS SCHEME In this section, we present the RCI-PS and RCI-TS schemes for SCBPT. For each scheme, we first analytically characterize the secrecy sum rate and the harvested power as functions of channel realizations. We then derive new expressions, which are independent of channel realizations for the ease of computation, to characterize the secrecy sum rate and the harvested power in the large-system regime. In this regime, both the number of users, K, and the number of transmit antennas at the BS, N , approach infinity with a fixed ratio β = K/N . Finally, based on the large-system results, we devise the optimal scheme design for maximizing the secrecy sum rate subject to the energy-harvesting constraint.
A. RCI-PS Scheme
The principle of the RCI-PS scheme is illustrated as Fig. 1(a) . For the received signal power of P k at user k, a fraction 0 ≤ ρ k ≤ 1 of the power, i.e., ρ k P k , is used for information transmission. The remaining power, (1 − ρ k )P k , is used for energy harvesting. We refer to ρ k as the PS ratio. The choice of the PS ratio ρ k directly affects the transmission rate and the harvested power. Note that in practice the PS is achieved by a RF signal splitter which allocates power between information decoding and energy harvesting. As such, the PS ratio is determined by the structure of the RF signal splitter at the user. In this work, we consider a low-complexity and practical structure of the signal splitter such that the PS ratio cannot be arbitrarily changed once it is implemented, and the PS ratio is designed offline [3] , [30] . We note that some theoretical studies ideally assumed that the PS ratio can be arbitrarily changed, such advanced design with high complexity is too difficult to implement in conventional signal splitters [31] .
1) Information Transfer and Power Transfer:
The block diagram of the receiver at user k with PS architecture is shown as Fig. 1(b) . The original RF signal received at user k is denoted by y k . The narrowband AWGN introduced by the receive antenna is denoted by n k ∼ CN (0, σ 2 n ). For the information transfer, the power splitter at user k splits a fraction ρ k of the received signal power to the information decoder. We assume that all users are the same type of receiver device, and hence, the PS ratio is the same for all users, i.e., ρ k = ρ, ∀k. The received signal at the information decoder of user k after down conversion is given by
where
denotes the sampled AWGN due to the RF band to baseband signal conversion. The received signal vector at the information decoders of all users is given by
T . Using RCI, the transmitted data vector x is given by (4), and y ID k is accordingly rewritten as
where Hk and sk are obtained from H and s by removing the row corresponding to user k, respectively. The received signal vector at the information decoder of eavesdropperk after down conversion is written as
where yk , nk , and zk are obtained from y, n, and z by removing the row corresponding to user k, respectively. As mentioned before, we assume that the PS ratio is designed offline, and cannot be arbitrarily changed once it is implemented. It is worth mentioning that the eavesdropper can increase the signal power at the information decoder if it is able to change the PS ratio and sets its ρ as 1. However, we clarify that assuming ρ = 1 at the eavesdropper is still impractical even if the PS ratio can be changed. In this work, we consider that the wireline charging is infeasible at users, and the operational power at the user is obtained only from the BS by wireless power transfer. The harvested power at the user needs to be larger than a threshold for maintaining the receiver operation. If the potential eavesdropper splits all of the received signal to the information decoder by setting its ρ = 1, the received power at the energy harvester would not be enough for maintaining the operation of receiving signals. Then, the eavesdropper cannot obtain the information. Then, the SINRs for the message s k at the information decoder of intended user k and the information decoder of eavesdropperk are given by
and
respectively, where
Note that the interference vector sk does not appear in (9) and the received interference signal power does not appear in (11) . These are due to the worst-case consideration of cooperative eavesdroppers who can collaberatively perform the interference cancellation. As such, the secrecy sum rate achieved in the RCI-PS scheme is given by
For the power transfer, the power splitter at user k splits a fraction 1 − ρ k of the received signal power to the energy harvester. With ρ k = ρ, ∀k, the received signal at the energy harvester of user k is given by
In this work, we assume that the harvested energy due to the noise n k is very small and thus ignored [2] . Then, the harvested power at user k in the RCI-PS scheme is given by
where 0 < ≤ 1 denotes the energy conversion efficiency at the energy harvester.
2) Large-System Analysis: It is evident that the secrecy sum rate in (13) and the harvested power in (15) depend on the realization of each channel h k . This means that the performance evaluation based on (13) and (15) can only be performed through time-consuming numerical simulations. In order to reduce the complexity of performance evaluation, we resort to the largesystem analysis to produce channel-independent expressions that explicitly characterize the secrecy sum rate and the harvested power. Such analysis is performed in the large-system regime where K and N approach infinity with a fixed ratio,
In the following Theorem 1, we present the large-system results for the RCI-PS scheme.
Theorem 1: For the RCI-PS scheme, the large-system secrecy sum rate and the large-system harvested power convergence in probability to deterministic quantities given by (16) and (17), respectively, where φ = α/N and g(β, φ) is the solution of x to x = (φ + β 1+x ) −1 . equation (16) and (17) as shown at the bottom of page.
Proof: See Appendix A. Corollary 1: For any given PS ratio ρ, the large-system harvested power at the user, E ∞ k,PS , increases as the regularization parameter α increases. The maximum harvested power is obtained when α → ∞, given by
Proof: See Appendix B. Notably, the RCI with α → ∞ converges to the conjugate beamforming. Thus, Corollary 1 implies that it is wise to simply adopt the conjugate beamforming at the BS if only power is transmitted.
3) Optimal Design: We now optimize the design of the RCI-PS scheme based on the large-system results. We jointly optimize the regularization parameter α and the PS ratio ρ that maximize the large-system secrecy sum rate subject to the energy-harvesting constraint. We note that both α and ρ play pivotal roles in determining the network performance. Specifically, α handles the tradeoff between the signal power at the intended receiver and the cross-talk amongst users, while ρ manages the tradeoff between the information transfer and the power transfer.
Problem Formulation: The problem of optimizing the design of the RCI-PS scheme is formulated as:
Feasible Constraint: We first derive the feasible energyharvesting constraint subject to which a positive secrecy rate can be obtained. The feasible range of energy-harvesting constraint is the range of harvested power that can be achieved. Thus, the maximum feasible energy-harvesting constraint is equal to the maximum achievable harvested power. From (17) and Corollary 1, we find that the maximum achievable harvested power is obtained when α → ∞ and ρ → 0. Thus, the feasible energy-harvesting constraint for the RCI-PS scheme is given by
Optimal Solution: The optimal solution of α, denoted by α * PS , is given by
where ρ * PS denotes the optimal solution of ρ. The function f α (ρ) in (22) is defined by
with θ 1 = β ρσ 2 n + σ 2 z /(ργP ) and q is the solution of φ to
The optimal solution of ρ, denoted by ρ * PS , is obtained by numerically solving the problem:
In the following, we provide the proof of the proposed optimal solution for the RCI-PS scheme.
Proof: We first derive the first derivative of R ∞ s,PS , given by (16) , with respect to α.
where ν = We next obtain the lower bound on α for a given ρ as α l in (25) by solving for α in the equation E ∞ k,PS = Γ. Therefore, the optimal α for a given ρ is given by f α (ρ) in (23) . We note that the closed-form expression for ρ * PS is mathematically intractable. Hence, we determine ρ * PS by numerically solving the problem of (27) . In addition, we find that the energy-harvesting constraint cannot be achieved if ρ > 1 − Γβ γ P (1+β ) , and hence, the range to search of ρ is given by (28) . The way to numerically solve the problem (27) is a simple one dimensional search, and the details are given as follows. The lower and upper bounds on ρ to search are given by (28) . For each value of ρ, we first obtain the corresponding optimal α for the given ρ by (23) , and then get the maximum achievable R ∞ s,PS for a given ρ. Finally, we compare the values of the maximum achievable R ∞ s,PS for all given values of ρ, and find the optimal ρ to the problem (27). 
B. RCI-TS Scheme
The principle of the RCI-TS scheme is illustrated as Fig. 2(a) . In a block time of T , the BS spends a fraction 0 ≤ t ≤ 1 of the block time, i.e., tT , for information transmission. The remaining block time, (1 − t)T , is used for energy harvesting. We refer to t as the TS ratio. The choice of the TS ratio t directly affects the transmission rate and the harvested power.
1) Information Transfer and Power Transfer:
The block diagram of the receiver at user k with TS architecture is shown as Fig. 2(b) . During the period of information transfer (for tT time), the RF signal y k received at user k is sent to the information decoder. The received signal at the information decoder of user k after down conversion is given by
The received signal vector at the information decoders of all users is given by
With the RCI, the transmitted data vector x is given by (4), and y ID k is rewritten as
The received signal vector at the information decoder of eavesdropperk after down conversion is given by
Then, the SINRs for the message s k at the information decoder of intended user k and the information decoder of eavesdropperk are given by
respectively, where ψ is defined in (12) . Considering the TS ratio t allocated for information transfer, the effective secrecy sum rate achieved in the RCI-TS scheme is given by
During the period of power transfer (for (1 − t)T time), the RF signal y k received at user k is sent to the energy harvester. Note that during the period of power transfer, the BS does not transmit the useful (confidential) message, and the only objective is to maximize the received signal power at users. Thus, the BS simply applies the conjugate beamforming for power transfer, i.e., the RCI with α → ∞, which maximizes the received signal power at users. Using conjugate beamforming, the received signal at the energy harvester of user k is given by
where the s for power transfer is independent with the confidential message to any users. Considering the time ratio 1 − t allocated for power transfer, the effective harvested power in the RCI-TS scheme is given by
2) Large-System Analysis: In the following, we derive channel-independent expressions for the secrecy sum rate and the harvested power in the large-system regime where K → ∞, N → ∞, and β = K/N . These expressions are presented in the following Proposition 1.
Proposition 1: For the RCI-TS scheme, the large-system secrecy sum rate and the large-system harvested power converge in probability to deterministic quantities given by (39) equation (39) as shown at the bottom of the page. and
respectively, where φ = α/N and g(β, φ) is the solution of x to x = (φ + 
3) Optimal Design: We now optimize the design of the RCI-TS scheme based on the large-system results. We determine the optimal regularization parameter α and the optimal TS ratio t that maximize the large-system secrecy sum rate subject to the energy-harvesting constraint. We note that α handles the tradeoff between the signal power at the intended receiver and the cross-talk amongst users, whereas t manages the tradeoff between the information transfer and the power transfer.
Problem Formulation: The problem of optimizing the design of the RCI-TS scheme is formulated as:
Feasible Constraint: We first derive the feasible energyharvesting constraint subject to which a positive secrecy rate can be obtained. The maximum achievable harvested power is obtained when t → 0, and hence the feasible energy-harvesting constraint for the RCI-TS scheme is given by
which is the same as the feasible energy-harvesting constraint for the RCI-PS scheme given in (21 
respectively, where θ 2 = β σ
In the following, we provide the proof of the proposed optimal solution for the RCI-TS scheme. 
C. Numerical Results
In this subsection, we provide numerical results to examine the performance achieved by the proposed RCI-PS and RCI-TS schemes. For the numerical results in this paper, we set the parameters as N = 32, β = 0.5, = 0.9, P = 43 dBm, σ We first examine the accuracy of the large-system results. To compare the large-system secrecy sum rate, R ∞ s , with the average secrecy sum rate in the network with finite K and N , denoted by E{R s }, we introduce the normalized rate difference defined by
which quantifies the rate difference between R ∞ s and E{R s } for finite K and N . Similarly, to compare the large-system harvested power, E ∞ k , with the average harvested power in the network with finite K and N , denoted by E{E k }, we introduce the normalized power difference defined by
which quantifies the power difference between E ∞ k and E{E k } for finite K and N . Tables 1 and 2 illustrate the accuracy of the large-system approximations over the size of network for the RCI-PS scheme and the RCI-TS scheme, respectively. We set ρ = 0.8, t = 0.8, and α = 0.2. We note that ΔR s and ΔE k decrease as N increases in both tables. As shown in Table 1 , both ΔR s and ΔE k Fig. 3 . The optimal regularization parameter versus the energy-harvesting constraint.
are smaller than 1% when N > 24. As shown in Table 2 , both ΔR s and ΔE k are smaller than 1% when N > 24. Based on the aforementioned observations, we find that the large-system analytical results exhibit good accuracy for finite N and K (e.g., N ≥ 24). We also find that such accuracy improves when N increases. We highlight that this finding does not contradict the assumption adopted in the large-system analysis. Indeed, such accuracy is an important advantage of the large-system analysis, which has been demonstrated in the literature, e.g, [17] , [19] , [20] , [28] , [33] . Furthermore, we notice that the large-system analytical results may not be directly applied to the cellular networks where the BS has a small number of antennas. However, we highlight that the large-system analytical results are applicable in the (near) future networks. With the explosive demand for mobile data and the fast development of large-scale antenna array technologies, the scale of future networks is envisioned to be very large [34] . Experimental trials for a large-scale system where the BS has 64 transmit antennas have already been conducted [35] . Thus, our obtained results are applicable to future networks with a relatively large scale.
We now present the optimal design parameters for both the RCI-PS and RCI-TS schemes over the energy-harvesting constraint. Fig. 3 plots the optimal regularization parameters α * PS and α * TS for the RCI-PS scheme and the RCI-TS scheme, respectively. As shown in the figure, α * PS increases fast as Γ increases. This is because that the RCI is adopt for both the information transfer and the power transfer in the RCI-PS scheme. We need to increase α as the energy-harvesting constraint becomes stringent. In contrast, α * TS keeps constant as Γ increases. This is because that the RCI is adopt for only the information transfer in the RCI-TS scheme. The value of α does not affect the performance of energy harvesting in the RCI-TS scheme. The value of α * TS is independent with Γ, which can be seen from (44). Fig. 4 plots the optimal PS ratio ρ * PS and the optimal TS ratio t * TS for the RCI-PS scheme and the RCI-TS scheme, respectively. As shown in the figure, both ρ * PS and t * TS decrease as Γ increases, since we need to spend more power and/or time resources for the power transfer as the energy-harvesting constraint becomes stringent. We further note that ρ * PS decreases fast when Γ is small, while ρ * PS decreases slowly when Γ is large. In contrast, t * TS always decreases linearly as Γ increases. Note that we have not claimed that the optimal design based on our large-system analysis is optimal for small-size networks. Instead, our results show that the optimal design based on the large-system analysis is near-optimal when the size of the network is sufficiently large, e.g., N ≥ 24. This is because that the objective function and the constraint, i.e., the secrecy sum rate and the harvested power, with N ≥ 24, match precisely with the secrecy sum rate and the harvested power obtained from the large-system analysis. For small-size networks, the optimal design has to be performed using time-consuming simulations.
Finally, we demonstrate the tradeoff between the secrecy performance and the energy-harvesting performance achieved by the RCI-PS and RCI-TS schemes. Note that the area below the curve represents the achievable secrecy-energy region which consists of all achievable pairs of the secrecy sum rate and the harvested power. The (R ∞ s , E ∞ k ) pairs on the curve (i.e., the boundary of the secrecy-energy region) are obtained by the optimally designed scheme. As shown in the figure, to achieve better energy-harvesting performance, the secrecy performance of the system has to be scarified, and vice versa. Moreover, we find that the RCI-PS scheme some- times outperforms the RCI-PS scheme and the RCI-TS scheme sometimes outperforms the RCI-PS scheme.
IV. RCI-HYBRID SCHEME As illustrated by Fig. 5 in Section III, both RCI-PS and RCI-TS schemes have their own advantages, but neither of them always outperforms the other. This motivates us to propose an RCI-hybrid scheme in this section, which takes advantages of both schemes given in the previous section.
The principle of the RCI-hybrid scheme is illustrated as Fig. 6(a) . In a block time of T , the BS spends a fraction 0 ≤ t ≤ 1 of the block time, i.e., tT , for simultaneous information and power transfer. The remaining block time, (1 − t)T , is used for only power transfer. During the period of simultaneous information and power transfer, the receiver of the user further splits the received signal. For the received signal power of P k at user k, a fraction 0 ≤ ρ k ≤ 1 of the power, i.e., ρ k P k , is used for information transmission, and the remaining power, (1 − ρ k )P k , is used for energy harvesting.
A. Information Transfer and Power Transfer
The block diagram of the receiver at user k with the hybrid architecture is shown as Fig. 6(b) . During the period of simultaneous information and power transfer (for tT time), the power splitter at user k splits a fraction ρ k of the received signal power to the information decoder and the remaining fraction 1 − ρ k of the received signal power to the energy harvester. Again, we assume that the PS ratio is the same for all users, i.e., ρ k = ρ, ∀k. The BS adopts the RCI in this period, and the received signals at the information decoder and the energy harvested are the same as those given in the RCI-PS scheme. The received signal at the information decode of user k, the received signal vector at the information decoder of eavesdropperk, and the received signal at the energy harvester of user k are given by (8) , (9), and (14), respectively. Then, from (13) with the consideration of the TS ratio t, we obtain the effective secrecy sum rate achieved in the RCI-hybrid scheme given by
where ψ is defined in (12) . During the period of power transfer (for (1 − t)T time), the RF signal y k received at user k is directly sent to the energy harvester. The BS applies the conjugate beamforming in this period. The received signal at the energy harvester of user k in this period is the same as that in the RCI-TS scheme, i.e. (37). Then, from (15) and (38) with the consideration of the TS ratio, we obtain the harvested power at user k in the RCI-hybrid scheme given by
B. Large-System Analysis
We now derive channel-independent expressions for the secrecy sum rate and the harvested power in the large-system regime where K → ∞, N → ∞, and β = K/N . In the following Proposition 2, we present the large-system results for the RCI-hybrid scheme.
Proposition 2: For the RCI-hybrid scheme, the large-system secrecy sum rate and the large-system harvested power converge in probability to deterministic quantities given by (50) and (51) respectively, where φ = α/N and g(β, φ) is the solution of x to x = (φ + β 1+x ) −1 . equation (50) and (51) as shown at the bottom of the page.
Proof: The results in Proposition 2 can be obtained using the procedure outlined in Theorem 1 and Proposition 1. Thus, the detailed proof is omitted here to avoid duplication.
C. Optimal Design
We now optimize the design of the RCI-hybrid scheme based on the large-system results. We determine the optimal regularization parameter α, the optimal PS ratio ρ, and the optimal TS ratio t that maximize the large-system secrecy sum rate subject to the energy-harvesting constraint.
Problem Formulation: The problem of optimizing the design of the RCI-hybrid scheme is formulated as:
(53) Feasible Constraint: From (51), we find that the maximum achievable harvested power is obtained when α → ∞, t → 0 and ρ → 0. Thus, the feasible energy-harvesting constraint for the RCI-hybrid scheme is given by
which is the same as the feasible energy-harvesting constraint for the RCI-PS and RCI-TS schemes given in (21) and (43). Optimal Solution: The optimal solution of α, denoted by α * hybrid , is given by 
In the following, we provide the proof of the proposed optimal solution for the RCI-hybrid scheme.
Proof: We can easily obtain α * hybrid as (55) based on the results for the RCI-PS scheme. We note that the closedform expressions for t * hybrid and ρ * hybrid are mathematically intractable. Hence, t * hybrid and ρ * hybrid are obtained by numerically solving the problem of (56). In addition, we find that the energy-harvesting constraint can be always achieved when t ≤ 1 − Γβ γ P (1+β ) for any given ρ or α. For a given t ≥ 1 − Γβ γ P (1+β ) , the energy-harvesting constraint cannot be achieved if ρ > 1 t (1 − Γβ γ P (1+β ) ). Thus, the ranges to search of t and ρ are given by (57).
D. Numerical Results
We first examine the accuracy of the large-system results. Table 3 illustrates the accuracy of the large-system approximations over the size of network for the RCI-hybrid scheme, where ΔR s and ΔE k are defined by (46) and (47), respectively. We set ρ = 0.8, t = 0.8, and α = 0.2. We note that both ΔR s and ΔE k decrease as N increases. This indicates that the largesystem approximations become more accurate as the size of network increases. As shown in the table, both ΔR s and ΔE k are smaller than 1% when N ≥ 24. Thus, the large-system approximations for the RCI-hybrid scheme are very accurate even if the network size is limited.
We then compare the secrecy-energy tradeoffs achieved by the RCI-PS scheme, the RCI-TS scheme, and the RCI-hybrid scheme. Fig. 7 plots R ∞ s versus E ∞ k for all three schemes. We find that the RCI-hybrid scheme always outperforms either the RCI-PS scheme or the RCI-TS scheme. Of course, the performance advantage of the RCI-hybrid scheme over the other two schemes is brought at the cost of the complexity in the receiver architecture with both a signal splitter and a switcher. It is worth mentioning that some literature pointed out that the TS sometimes can be regarded as a special case of the PS when the PS ratio can be changed anytime during the communication. However, the PS ratio is assumed to be constant over time in this work with the practical consideration of the limited capability of conventional splitters [31] . It has been shown in the literature, e.g., [30] , that if the PS ratio is constant over time, the TS-based scheme sometimes outperforms the PS-based scheme and the PS-based scheme sometimes outperforms the TS-based scheme. Similarly, in this work, we find that the RCI-PS scheme sometimes outperforms the RCI-PS scheme and the RCI-TS scheme sometimes outperforms the RCI-PS scheme. Then, the proposed RCI-hybrid scheme is practically significant since it combines both a signal splitter and a switcher, which leads to the fact that the RCI-hybrid scheme outperforms both the RCI-PS and RCI-TS schemes.
V. CONCLUSION AND FUTURE WORK
In this paper, we designed new transmission schemes to achieve SCBPT in a multiuser MISO network, based on the RCI precoding with the PS, the TS, and the newly proposed hybrid receiver architectures. We derived large-system expressions for the secrecy sum rate and the harvested power achieved by each scheme. Based on these expressions, we optimized the design of each scheme by determining the optimal regularization parameter of the RCI, the PS ratio, and the TS ratio that maximize the secrecy sum rate subject to the energy-harvesting constraint. Our numerical results corroborated the derived expressions and demonstrated the tradeoff between secrecy sum rate and harvested power achieved by each scheme. We showed that the RCI-hybrid scheme always outperforms both the RCI-PS and RCI-TS schemes.
As an initial work comprehensively studying transmission schemes for SCBPT, this paper has left several potential future work directions. One important direction is to consider the transmission schemes with finite-alphabet and non-Gaussian inputs for SCBPT. In this work, we have assumed that all users are using the same type of receiver device, so that the PS ratio is identical for all users. We note that a general scenario is that users have different receiver devices with different PS ratios. The analysis of non-identical ρ for the general scenario is an interesting future direction. Furthermore, investigating the feasibility of some other physical layer security techniques such as the artificial noise injection for SCBPT is another research direction.
APPENDIX A PROOF OF THEOREM 1
In the large-system analysis with K, N → ∞, the secrecy rate for any message s k converges to a same non-random function, which does not depend on the realization of each channel h k . The secrecy sum rate is approximated by
