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ABSTRAK 
Perkembangan teknologi jaringan komputer  saat ini begitu cepat. tiap hari kita 
dihadapkan dengan kebutuhan akan berbagai macam informasi, baik secara tertulis maupun 
visual. Salah satu media yang menjadi sumber informasi ialah Internet yanag dapat 
melakukan berbagai macam aktivitas bagi kita seperti browsing, chatting, surfing,  blogging 
dan lain sebagainya. Internet yang merupakan salah yang memanfaatkan teknologi jaringan 
komputer semakin familiar dengan para user dari berbagai macam kalangan diseluruh dunia. 
Pertumbuhan Internet yang begitu cepat mengakibatkankan hampir habisnya alamat terutama 
alamat IPv4 (Internet protocol versi 4) serta membutuhkan keamanan yang lebih terjamin 
pada IP level ini, untuk itu dibangunlah sebuah protocol dan standar yang dikenal sebagai 
IPv6 (Internet Protocol versi 6) untuk  meminimalkan dampak atau kelemahan dari protokol 
versi sebelumnya, untuk itu para pemakai baru harus dapat membiasakan dan membedakan 
baik dari segi kehandalan, fitur,  kelemahan,dari dua macam Internet protokol utama ini yang 
akan diterapkan pada penggunaan  kedepan yang semakin global. 
 
Kata kunci : Internet, protokol, IPv4, IPv6 
 
PENDAHULUAN 
Dewasa ini perkembangan dunia 
Internet semakin maju dan berkembang, 
selainhanya browsing, chatting, dan lain 
sebagainya, perkembangan sekarang sudah 
sampai ke VOIP (Voice  Over Internet 
Protocol) yang memungkinkan pengguna  
dapat mentransfer tidak hanya data namum 
suara, streaming video, gambar dan lain 
sebagainya. Serta teknologi lain yang telah 
maju pesat ketimbang dunia otomotif 
maupun ilmu pengetahuan yang bersifar 
sains yang mampu terlewatkan, karena 
beberapa detik saja penemuan-penemuan 
serta perkembangan dunia  teknologi 
informasi terus meningkat. Internet Protocol 
(IP) merupakan salah satu lapisan Internet 
referensi model DoD (setaraf dengan OSI 
model) yang berfungsi memberikan alamat 
atau identitas logika sehingga kita dapat 
melakukan aktivitas Internet. Dengan 
menggunakan notasi angka berjumlah 32 
bit.IP address dikatakan alamat logika karena 
dibuat oleh perangkat lunak dan secara 
dinamis dapat berubah jika peralatan kita 
pindah ke jaringan lain. Jadi ada perbedaan 
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dengan Mac Address yang diberikan secara 
permanen oleh vendor pembuatnya pada saat 
peralatan atau hardware tersebut dibuat. IP 
memiliki tiga fungsi utama : 
a. Servis yang tidak bergaransi 
(connetionless oriented).  
b. Pemeahan (Fragmentation) dan penyatuan 
paket.  
c. Fungsi routing (meneruskan paket).  
masih dipakai  IPv4 (IP version 4) yang tidak 
banyak mengalamai perubahan sejak RFC 
791 dipublikasikan pada tahun 1991. IPv4 
telah terbukti tangguh, mudah 
diimplementasikan dan berperan dalam 
membesarkan Internetwork yang kecil 
menjadi Internet yang global seperti 
sekarang ini. Namun, dalam desain awalnya 
ada beberapa hal yang tidak diantisipasi dan 
kini justru menjadi kelemahannya, yaitu : 
1. Pertumbuhan Internet yang cepat karena 
permintaan content maupun aplikasi 
berbasis web lainnya, sehingga 
mengakibatkan hampir habisnya alamat 
IPv4.  
2. Router yang menangani Backbone 
Internet kini harus menangani routing 
tables yang sangat besar akibat 
pertumbuhan Internet yang sangat cepat.  
3. Kebutuhan untuk konfigurasi yang lebih 
mudah.  
4. Support yang lebih baik untuk pengiriman 
paket data yang secara real-time.  
Untuk mengatasi masalah-masalah ini,  
Internet Engineering Task Fore  (IETF) 
membangun  sebuah protokol dan standar 
yang disebut sebagai  IP-The Next 
Generation  (IPng). Ipng inilah yang dikenal 
sebagai IPv6 (IP version 6).IPv6 sengaja 
dirancang untuk meminimalkan dampak 
terhadap protocol layer dibawah dan 
diatasnya dengan menghindari penambahan 
fitur baru secara acak. 
 
PEMBAHASAN 
a. Internet Protokol Versi 4 (IPv4)  
IPv4 adalah sebuah jenis pengalamatan 
jaringan yang digunakan di dalam protokol 
jaringan TCP/IP yang menggunakan 
protokol IP versi  4. IP versi ini memiliki 
keterbatasan yakni hanya mampu 
mengalamati sebanyak 4 miliar host 
komputer di seluruh dunia.  Contoh alamat 
IPv4 adalah 192.168.0.3  
Pada IPv4 ada 3 jenis Kelas, 
tergantung dari besarnya bagian host, yaitu 
kelas A (bagian host sepanjang 24 bit , IP 
address dapat diberikan pada 16,7 juta host) , 
kelas B (bagian host sepanjang 16 bit = 
65534 host) dan kelas C (bagian  host 
sepanjang 8 bit = 254 host ).  
Administrator jaringan mengajukan 
permohonan jenis  kelas berdasarkan skala 
jaringan yang dikelolanya. Konsep kelas ini 
memiliki keuntungan yaitu : pengelolaan rute 
informasi tidak memerlukan seluruh 32 bit 
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tersebut, melainkan cukup hanya bagian 
jaringannya saja, sehingga besar informasi 
rute yang disimpan di router, menjadi kecil. 
Setelah address jaringan diperoleh, maka 
organisasi tersebut dapat secara bebas 
memberikan address bagian host pada 
masing-masing hostnya. Perbandingan IPv4 
dan IPv6 Pemberian alamat dalam internet 
mengikuti format IP address (RFC 1166). 
Alamat ini dinyatakan dengan 32 bit 
(bilangan 1 dan 0) yang dibagi atas 4 
kelompok (setiap kelompok terdiri dari 8 bit 
atau oktet) dan tiap kelompok dipisahkan 
oleh sebuah tanda titik. Dalam rangka 
memudahkan pembacaan, penulisan alamat 
dilakukan dengan angka desimal, misalnya 
100.3.1.100 yang jika dinyatakan dalam 
binary menjadi 
01100100.00000011.00000001.01100100. 
Dari 32 bit ini berarti banyaknya jumlah 
maksimum alamat yang dapat dituliskan 
adalah 2 pangkat 32, atau 4.294.967.296 
alamat.  
 
Gambar 1.   Stuktur Helder pada IPV4 
 
Format alamat ini terdiri dari 2 bagian, netid 
dan hostid.Netid sendiri menyatakan alamat 
jaringan sedangkan hostid menyatakan 
alamat lokal (host/router). Dari 32 bit ini, 
tidak boleh semuanya angka 0 atau 1 (0.0.0.0 
digunakan untuk jaringan yang tidak dikenal 
dan 255.255.255.255 digunakan untuk 
broadcast). Dalam penerapannya, alamat 
internet ini diklasifikasikan ke dalam kelas       
(A - E). 
Alasan klasifikasi ini antara lain : 
1. Memudahkan sistem pengelolaan dan 
pengaturan alamat-alamat.  
2. Memanfaatkan jumlah alamat yang ada 
secara optimum (tidak ada alamat yang 
terlewat).  
3. Memudahkan pengorganisasian 
jaringan di seluruh dunia dengan 
membedakan jaringan tersebut 
termasuk kategori besar, menengah, 
atau kecil.  
4. Membedakan antara alamat untuk 
jaringan dan alamat untuk host/router.  
Pada tabel dibawah dijelaskan mengenai 
ketersediaan IPv4 berdasarkan data dari 
APNIC sampai akhir tahun 1999 yang lalu 
dan total IP yang sudah dialokasikan ke tiap 
– tiap negara di  Asia Pasifik.  
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Gambar 2. Diagram alokasi ruang Ipv4 
 
b. Internet Protokol Versi 6 (IPv6)  
Transisi IPv4 ke IPv6 merupakan 
fenomena yang tidak dapat dielakan oleh 
semua kalangan.Walaupun IPv4 tetap dapat 
digunakan, IPv6 memiliki versi design 
berbeda dan memiliki kegunaan lebih 
dibanding IPv4.Disertai dengan tumbuhnya 
inovasi-inovasi perangkat berteknologi, 
maka Negara-negara di dunia dituntut 
mampu bersaing atau setidaknya secara 
bertahap mulai untuk mengimplementasikan 
IPv6. Menurut jurnal Internet Protocol, 
diperkirakan tak sampai tahun 2011, jatah 
alamat IP yang masih belum digunakan saat 
ini akan habis. Maka muncullah suatu 
metode peangalamatan baru yang dikenal 
dengan sebutan IPv6. Di Indonesia, salah 
satu penyedia jasa Internet, Indosat Mega 
Media (Indosat M2), sejak 2004 telah siap 
menyewakan jaringan IPv6 ini.  
 
 
Gambar 3. Pengiriman Paket Multi Cast 
IPV6 
IPv6 merupakan metode pengalamatan IP 
yang perlahan-lahan mulai menggantikan 
IPv4.IPv6 digunakan sebagai pengalamatan 
karena keterbatasan jumlah IP yang dimiliki 
oleh IPv4, mengingat semakin bertambahnya 
perangkat berbasis IP saat ini.IPv6 atau 
Internet Protocol version 6 adalah protokol 
Internet terbaru yang merupakan 
pengembangan lebih lanjut dari protokol 
yang dipakai saat ini, IPv4 (Internet Protocol 
version 4). 
 
 
Gambar 4.  Stuktur Helder pada IPV6 
Pengalamatan IPv6 menggunakan 128-
bit alamat yang jauh lebih banyak 
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dibandingkan dengan pengalamatan 32-bit 
milik IPv4. Dengan kapasitas alamat IP yang 
sangat  besar pada IPv6, setiap perangkat 
yang dapat terhubung ke Internet (komputer 
desktop, laptop, personal digital assistant, 
atau telepon seluler GPRS/3G) bisa memiliki 
alamat IP yang tetap. Sehingga, cepat atau 
lambat setiap perangkat elektronik yang ada 
dapat terhubung dengan Internet melalui 
alamat IP yang unik. Protokol IPv6 ini 
memiliki beberapa fitur baru yang 
merupakan perbaikan dari IPv4,diantaranya  :  
1. Memiliki format headerbaru  
Header pada IPv6 memiliki format baru 
yang didesain untuk menjaga agar 
overhead header minimum, dengan 
menghilangkan field-field yang tidak 
diperlukan serta beberapa field opsional 
Perbandingan IPv4 dan IPv6 yang 
ditempatkan setelah header IPv6.Header 
IPv6 sendiri besarnya adalah dua kali dari 
besar header dari IPv4. 
2. Range alamat yang sangat besar  
IPv6 memiliki 128-bit atau 16-byte untuk 
masing-masing alamat IP source dan 
destination. 
Sehingga secara logika IPv6 dapat 
menampung sekitar 3.4 x 1038 
kemungkinan kombinasi alamat. 
3.Pengalamatan secara efisien dan hierarkis 
serta infrastruktur routing Alamat global 
dari IPv6 yang digunakan pada porsi IPv6 
di Internet, didesain untuk menciptakan 
infrastruktur routing yang efisien, 
hierarkis, dan mudah dipahami oleh 
pengembang.  
4. Konfigurasi pengalamatan secara stateless 
dan statefull  
IPv6 mendukung konfigurasi 
pengalamatan secara statefull, seperti 
konfigurasi alamat menggunakan server 
DHCP, atau secara stateless yang tanpa 
menggunakan server DHCP.Pada 
konfigurasi kedua, host secara otomatis 
mengkonfigurasi dirinya sendiri dengan 
alamat IPv6 untuk link yang disebut 
dengan alamat link-lokal dan alamat yang 
diturunkan dari prefik yang 
ditransmisikan oleh router local. 
5. Built-in security  
Dukungan terhadap IPsec memberikan 
dukungan terhadap keamanan jaringan 
dan menawarkan interoperabilitas antara 
implementasi IPv6 yang berbeda. 
6. Dukungan yang lebih baik dalam hal QoS  
Pada header IPv6 terdapat trafik yang di 
identifikasi menggunakan field Flow 
Label, sehingga    dukungan QoS dapat 
tetap diimplementasikan meskipun 
payload paket terenkripsi melalui   IPsec.  
7. Protokol baru untuk interaksi node  
Pada IPv6 terdapat Protokol Neighbor 
Discovery yang menggantikan Address 
Resolution    Protokol. 
8. EkstensibilitasIPv6 dapat dengan mudah 
ditambahkan fitur baru dengan 
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menambahkan header ekstensi setelah 
header IPv6. Ukuran dari header ekstensi 
IPv6 ini hanya terbatasi oleh ukuran dari 
paket IPv6 itu sendiri. Perbandingan IPv4 
dan IPv6  
 
c.  Konsep Pengalamatan IPv4  
 Penulisan IPV4 terbagi 4 blok yaitu x.x.x.x 
dimana setiap blok merupakan penjumlahan 
bilangan biner (0 dan 1) yg terdiri dr 8 bit, 
jadi jika ditulis dalam bit aturannya sebagai 
berikut:  
xxxxxxxx.xxxxxxxx.xxxxxxxx.xxxxxxxx 
untuk penjumlahannya dibaca dari kanan ke 
kiri dengan kelipatan 2 dimulai dari 1.  
128 64 32 16 8 4 2 1 x x x x x x x x Jadi 
bilangan terendah adalah 0 dan tertinggi 
adalah 255 (128+64+32+16+8+4+2+1). 
Contoh penulisan ke biner dari bilangan 160 
= 10100000, karena yang memiliki bit 1 
hanya nomor 8 dan 6 maka penjumlahannya 
128+32.  
 
 
Gambar 5. Properti internet protokol versi 4 
 
 
 
IPV4 dibagi jadi 5 class:  
1. class A : 0.0.0.0 s/d 127.255.255.255 
(net 0.0.0.0 dan 127.0.0.0 
pengecualian)  
2. class B : 128.0.0.0 s/d 
191.255.255.255  
3. class C : 192.0.0.0 s/d 
224.255.255.255   
pengalamatan dengan masing-masing 8 bit 
baik pada IP Address, Subnet mask, maupun 
Gatewaynya. Perbandingan IPv4 dan IPv6 
Berikut diberi contoh kasus konfigurasi 
jaringan sbg berikut:  
1. Jaringan I  
100.10.0.1  
100.10.0.2  
100.10.0.3  
100.10.0.4  
100.10.0.5  
2. Jaringan II  
130.10.0.1  
130.10.0.2  
130.10.0.3  
130.10.0.4  
130.10.0.5  
3. Jaringan III  
202.10.0.1  
202.10.0.2  
202.10.0.3  
202.10.0.4  
202.10.0.5  
Dari informasi address di atas disimpulkan 
sebagai berikut:  
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- Komputer hanya bisa saling koneksi 
dengan komputer lain dalam satu jaringan  
- Komputer yang beda jaringan misal 
komputer dgn IP 100.10.0.1 VS 
202.10.0.4 tidak bisa berkoneksi secara 
langsung  
- Agar komputer dalam jaringan berbeda 
dapat saling koneksi dibutuhkan suatu 
proses routing.  
- Menentukan NetID, HostID, Broadcast, 
dan Netmask:  
 
4. NetID  
Untuk menentukan NetID kita harus tahu 
class dari suatu alamat jaringan itu. Dari 
kasus di atas didapat seperti berikut:  
- 100.10.0.(1 s/d 5) termasuk class A 
karena 100 berada di antara 0 - 127  
- 130.10.0.(1 s/d 5) termasuk class B  
- 202.10.0.(1 s/d 5) termasuk class C  
Perbandingan IPv4 dan IPv6 setelah tahu 
classnya, dapat menegtahui ketentuan TCP/IP  
- untuk class A NetIDnya melihat blog 
pertama, kemudian blog lainnya diisi 0 
100.10.0.(1 s/d 5) –> blog pertamanya 
adalah 100, so NetIDnya 100.0.0.0  
-  untuk class B NetIDnya melihat blog 
pertama & kedua, kemudian blog lainnya 
diisi 0 130.10.0.(1 s/d 5) –> blog pertama 
dan kedua adalah 130.10, so NetIDnya 
130.10.0.0  
-  untuk class C NetIDnya melihat blog I, 
II, dan III, kemudian blog lainnya diisi 0 
202.10.0.(1 s/d 5) –> 202.10.0, so 
NetIDnya 202.10.0.0  
 
5. HostID  
Hubungan HostID dan NetID mirip dengan 
penomoran rumah pada suatu RT 
(Host=nomor,  
Net=RT). HostID sisa blog yang tidak 
dipakai sbg NetID, dari contoh di atas 
didapat HostIDnya:  
- 100.10.0.(1 s/d 5), HostIDnya 10.0.(1 s/d 5)  
- 130.10.0.(1 s/d 5), HostIDnya 0.(1 s/d 5)  
- 202.10.0.(1 s/d 5), HostIDnya (1 s/d 5)  
 
6. Broadcast  
Bisa juga diasumsikan sebagai alamat 
address atau HostID  tertinggi dari suatu 
network jaringan. Cara termudah mengisikan 
HostID dengan nilai 255, contoh:  
- 100.10.0.(1 s/d 5), diketahui NetID 
100.0.0.0 dan jatah Host 3 blog terakhir. 
Jadi broadcastnya     100.255.255.255  
- 130.10.0.(1 s/d 5), diketahui NetID 
130.10.0.0 dan jatah Host 2 blog terakhir. 
Jadi broadcastnya 130.10.255.255 
- 202.10.0.(1 s/d 5), diketahui NetID 
202.10.0.0 dan jatah Host 1 blog terakhir. 
Jadi  broadcastnya 202.10.0.255  
 
7. NetMask  
berasal dr kata Net (melihat blok Net) dan 
Mask (Penutup), maksudnya mengisikan 
nilai NetID dengan nilai 255. Contoh:  
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- NetIDnya 100.0.0.0, gantikan 100 
dengan 255 –> Netmask = 255.0.0.0  
- NetIDnya 130.10.0.0, gantikan 130.10 
dengan 255.255 –> Netmask = 
255.255.0.0  
- NetIDnya 202.10.0.0, gantikan 202.10.0 
dengan 255.255.255 –> Netmask = 
255.255.0.0  
 
d. Konsep Pengalamatan IPv6  
Perbedaan yang paling jelas dan sangat 
mendasar antara IPv4 dan IPv6 adalah 
jumlah pengalamatannya yang jauh lebih 
besar. IPv4 terdiri dari 32 bit, sedangkan 
IPv6 terdiri dari 128 bit. 32 bit dapat 
digunakan untuk mengalamatkan 232 
(4.294.967.296) alamat, sedangkan 128 
bit  dapat digunakan untuk memberikan 
alamat sebesar 2128 
 
(340.282.366.920.938.463.463.374.607.431.
768.211.456)* 
Alamat pada IPv4 direpresentasikan dalam 
format decimal bertitik. Dari 32 bit yang ada, 
dilakukan pemotongan menjadi 4 blok sama 
besar, masing-masing terdiri dari 8 bit dan 
dipisahkan oleh titik (.).  
Contoh IPv4 : 
Binernya : 
11000000101010000000000100000001  
Setelah dibagi 4 blok yang sama besar 
menjadi : 
11000000. 10101000. 00000001. 00000001  
Desimalnya : 
192.168.1.1  
 
Gambar 6.blok pada IPv4 
 
Alamat pada IPv6 direpresentasikan dalam 
format heksa decimal bertitik. Dari 128 bit 
yang ada, dilakukan pemotongan menjadi 8 
blok sama besar, masing-masing terdiri dari 
16 bit dan dipisahkan oleh titik dua (:).  
 
Gambar 7. Properti pada IPV6 
 
Binernya:  
001000011101101000000000110100110000
0000000000000010111100111011  
000000101010101000000000111111111111
1110001010001001110001011010  
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Setelah dibagi 8 menjadi : 
0010000111011010 : 0000000011010011 : 
0000000000000000 : 0010111100111011  
0000001010101010 : 0000000011111111 : 
1111111000101000 : 1001110001011010  
Heksa Desimalnya : Perbandingan IPv4 dan 
IPv6  
21DA:00D3:0000:2F3B:02AA:00FF:FE28:9
C5A  
Alamat  pada IPv6 dapat disederhanakan 
dengan menghilangkanangka 0 yang berada 
didepan. Walaupun demikian, setiap blok 
harus memiliki minimal 1 digit. Setelah 
disederhanakan, maka alamat IPv6 tersebut 
diatas akan menjadi : 
21DA:D3:0:2F3B:2AA:FF:FE28:9C5A  
 
 
Gambar 7.blok pada address IPv6 yang 
berjumlah 128 bit 
Disamping itu, alamat IPv6 dapat 
disederhanakan dengan melakukan  ZERO 
COMPRESSION, yaitu suatu metode 
menghilangkan 0 jika terdapat deretan 0 
yang panjang per 16 bit (catatan penting: 
harus berderet dabn harus per 16 bit). 
Deretan 0 yang panjang ini kemudian diganti 
dengan symbol “::”.  
Contoh : 
- FE80:0:0:0:2AA:FF:FE9A:4CA2 menjadi  
FE80:: 2AA:FF:FE9A:4CA2  
- FF02:0:0:0:0:0:0:2  menjadi  FF02::2  
- FF02:30:0:0:0:0:0:5  menjadi  FF02:30::5  
IPv6 dapat dikonfigurasi secara stateless 
autoconfiguration, artinya host akan 
mengikuti IP yang diberikan oleh router 
dijaringan tersebut. Berbeda dengan DHCP 
yang bersifat statefull autoconfiguration. 
Notasi untuk IPv6, menggunakan 4 huruf 
hexadesimal (0F) dan memiliki 8 group, 
dipisahkan dengan “:” (titik dua). IPv4 
menggunakan bilangan desimal dari 0255 
dan terdiri dari 4 group.Apabila pada IPv6 
terdapat bilangan 0000, maka dapat disingkat 
menjadi (::).Contoh : 
2001:0db8:0000:0000:0000:0000:1428:57ab  
2001:0db8:0000:0000:0000::1428:57ab 
2001:0db8:0:0:0:0:1428:57ab  
2001:0db8:0:0::1428:57ab 
2001:0db8::1428:57ab 
2001:db8::1428:57ab 
Pada IPv6 terdapat alamat khusus, yaitu:  
- ::/128, artinya semua alamat adalah 0 
dengan netmask 128  
- ::1/128, alamat loopback  
- ::/96, alamat yang digunakan untuk 
IPv4  
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- 2001:db8::/32, alamat global dan yang 
digunakan untuk IPv6  
- fe80::/64, alamat linklocal  
- ff00::/8, alamat multicast untuk IPv6  
Subnetting Alamat IPv6. 
Ketika kita ingin mengsubnet IPv6, kita 
harus berpikiran dalam nilai bit-bit bukan 
dalam nilai  
hexadecimal. Misal : 2001:1::0001::/32  
=2001:0001::/32  
 Hex 2001 = Binary 0010 0000 0000 0001 = 
/16  
 Hex 0001 = Binary 0000 0000 0000 0001 = 
/32  
Bagaimana dengan /47 dalam 2001:1::/32, 
dapat dilihat dibawah ini :  
 Hex 2001 = Binary 0010 0000 0000 0001 = 
/16  
 Hex 0001 = Binary 0000 0000 0000 0001 = 
/32  
 Hex 0000 = Binary 0000 0000 0000 00X0 = 
/47 Perbandingan IPv4 dan IPv6  
 Jadi, bit “X” tetap dirubah : 
 Binary .0000 0000 0000 0000= Hex 0000  
- Yang pertama dari /47 ialah 
2001:0001:0000::/47  Binary 0000 0000 
0000 0010 = Hex 0002  
- Yang kedua dari /47 ialah 
2001:0001:0002::/47  Binary 0000 0000 
0000 0100 = Hex 0004  
- Yang ketiga dari /47 ialah 
2001:0001:0004::/47  Binary 0000 0000 
0000 0110 = Hex 0006  
- Yang keempat dari /47 ialah 
2001:0001:0006::/47  Binary 0000 0000 
0000 1000 = Hex 0008  
- Yang kelima dari /47 ialah 
2001:0001:0008::/47  
 
Tabel 1 Pembagian alokasi pada IPv6. 
 
 
Untuk memahami tentang struktur bertingkat 
address  pada IPv6 ini, dengan melihat 
contoh pada address untuk provider. 
Pertama-tama address sepanjang 128 bit 
dibagi menjadi beberapa field yang dapat 
berubah panjang. Jika 3 bit pertama dari 
address adalah "010", maka ini adalah ruang 
bagi provider. Sedangkan n bit berikutnya 
adalah registry ID yaitu field yang 
menunjukkan tempat/lembaga yang 
memberikan IP address. Misalnya IP address 
yang diberikan oleh InterNIC maka field 
tersebut menjadi "11000". Selanjutnya m bit 
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berikutnya adalah provider ID, sedangkan o 
bit berikutnya adalah Subscriber ID untuk 
membedakan organisasi yang terdaftar pada 
provider tersebut. Kemudian p bit berikutnya 
adalah Subnet ID, yang menandai kumpulan 
host yang tersambung secara topologi dalam 
jaringan dari organisasi tersebut. Dan yang 
q=125-(n+m+o+p) bit terakhir adalah 
Interface ID, yaitu IP address yang menandai 
host yang terdapat dalam grupgrup yang 
telah ditandai oleh Subnet ID. Subnet ID dan 
Interface ID ini bebas diberikan oleh 
organisasi tersebut. 
 Address IPv6 dapat dibagi menjadi 4 jenis, 
yaitu : 
- Unicast Address (one-to-one) digunakan 
untuk komunikasi satu lawan satu, dengan 
menunjuk satu host.  
- Multicast (one-to-many) yang digunakan 
untuk komunikasi 1 lawan banyak dengan  
menunjuk host dari group. Multicast 
Address ini pada IPv4 didefinisikan 
sebagai kelas D, sedangkan pada IPv6 
ruang yang 8 bit pertamanya di mulai 
dengan "FF" disediakan untuk multicast 
Address. Ruang ini kemudian dibagi-bagi 
lagi untuk menentukan range berlakunya. 
Kemudian Blockcast address pada IPv4 
yang address bagian hostnya didefinisikan 
sebagai"1", pada IPv6 sudah termasuk  di 
dalam multicast Address ini. Blockcast 
address untuk komunikasi dalam segmen 
yang sama yang dipisahkan oleh gateway, 
sama halnya dengan multicast address 
dipilah berdasarkan range tujuan.  
Anycast Address, yang menunjuk host 
dari group, tetapi packet yang dikirim 
hanya  pada satu host saja.Pada address 
jenis ini, sebuah address diberikan pada 
beberapa 
- Host, untuk mendifinisikan kumpulan 
node. Jika ada packet yang dikirim ke 
address ini, maka router akan mengirim 
packet tersebut ke host terdekat yang 
memiliki Anycast address sama. Dengan 
kata lain pemilik packet menyerahkan 
pada router tujuan yang paling "cocok" 
bagi pengiriman packet tersebut. 
Pemakaian  Anycast Address ini misalnya 
terhadap beberapa server yang 
memberikan layanan seperti DNS 
(Domain Name Server). Dengan 
memberikan Anycast Address yang sama 
pada server-server tersebut, jika ada 
packet yang dikirim oleh client ke address 
ini, maka router akan memilih server     
yang terdekat dan mengirimkan packet 
tersebut ke server tersebut. Sehingga, 
beban terhadap server dapat terdistribusi 
secara merata.Bagi Anycast Address ini 
tidak Perbandingan IPv4 dan IPv6 
disediakan ruang khusus. Jika terhadap 
beberapa host diberikan sebuah address 
yang sama, maka address tersebut 
dianggap sebagai Anycast Address.  
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- Reserved, digunakan untuk keperluan 
dimasa yang akan datang.  
 
e. Transisi IPv4 – IPv6  
Guna mengatasi kendala perbedaan antara 
IPv4 dan IPv6 serta menjamin 
terselenggaranya komunikasi antara 
pengguna IPv4 dan pengguna IPv6, maka 
dibuat suatu metode Hosts – dual stack serta 
Networks – Tunneling pada hardware 
jaringan, misalnya router dan server. 
 
Gambar 8. Hosts – dual stack (IPv6 
Transition) 
 
Gambar 9. Networks – Tunneling (IPv6 
Transition) 
Jadi setiap router menerima suatu packet, 
maka router akan memilah packet tersebut 
untuk menentukan protokol yang digunakan, 
kemudian router tersebut akan meneruskan 
ke layer diatasnya. Untuk mendapatkan 
allokasi IPv6 dari Asia Pacific Network 
Information Center (APNIC), anda harus 
mengirimkan permohonan IPv6 
menggunakan form- 
 http://www.apnic.net/apnic bin/IPv6-subtla-
request.pl, untuk wilayah Indonesia anda 
bisa mengirimkan form permohonan IPv6 
yang juga bisa diambil dari homepage 
APNIC: http://www.apnic.net/apnic-
bin/IPv6-subtla-request.pl, kemudian 
mengirimkan form tersebut ke ip-
request@apjii.or.id, tapi sebelumnya anda 
mendaftarkan sebagai anggota APJII untuk 
mendapatkan pelayanan ini.  
Untuk mendapatkan allokasi IPv6 dari 
Asia Pacific Network Information Center 
(APNIC), anda harus mengirimkan 
permohonan IPv6 menggunakan form 
http://www.apnic.net/apnic bin/IPv6-  subtla-
request.pl, untuk wilayah Indonesia anda 
bisa mengirimkan form permohonan IPv6 
yang juga bisa diambil dari homepage 
APNIC: http://www.apnic.net/apnic-
bin/IPv6-subtla-request.pl, kemudian 
mengirimkan form tersebut ke ip-
request@apjii.or.id, tapi sebelumnya anda 
mendaftarkan sebagai anggota APJII untuk 
mendapatkan pelayanan ini.  
Berdasarkan data dari 6BONE 
(http://www.6bone.net) saat ini telah terdapat 
200 situs yang terdapat di 39 negara yang 
telah bertarsipasi dalam pengembangan 
tentang IPv6 ini, dan terdapat berbagai 
lembaga yang turut berpartisipasi 
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mengadakan riset mengenai IPv6 ini, 
diantaranya adalah: CAIRN, Canarie, 
CERNET, Chunghawa Telecom, DANTE, 
Esnet, Internet2, IPFNET, NTT, Renater, 
Singren, Sprint, SURFnet, vBNS, WIDE.  
 
f.  Perbandingan IPv4 dan IPv6  
IPV4 Panjang alamat 32 bit (4 bytes)  
IPV6 Panjang alamat 128 bit (16 bytes)  
Berikut ini merupakan perbandingan IPV4 
dan IPV6  yang dibuat dalam tabel. 
 
Tabel 2. Perbandingan IPV4 dan IPV6 
No IPV4 IPV6 
1 Panjang alamat 32 
bit (4bytes) 
Panjang alamat 
128 bit (16 bytes) 
2 Dukungan 
terhadap Ipsee 
operasional 
Dukungan 
terhadap Ipsee 
dibutuhkan 
3 Fregmentasi  
dilakukan oleh 
pengirim dan 
router, 
menurunkan kerja 
router 
Fregmentasi 
hanya dilakukan 
oleh pengirim 
4 Tidak 
mensyaratkan 
ukuran paket pada 
link-layer dan 
harus bias 
menyyusun 
kembali paket 
ukuran 576 byte 
Paket link-layer 
harus  
mendukung 
ukuran 1280 byte 
dan harus bias 
menyusun 
kembali paket 
berukuran 1500 
byte 
5 Checksum 
termasuk pada 
header 
Checksum tidak 
termasuk pada 
header 
6 Mengunakan ARP 
Request secara 
broadcast untuk 
menerjemahkan 
alamat IPV4 ke 
alamat Link-layer 
ARP Request 
telah digantikan 
oleh Neihbor 
Solicitation 
secara Multicast 
7 Untuk Mengelola 
keangotaan group 
IGMP Telah 
digantikan 
pada subnet local 
digunakan interner 
group 
Management 
Protokol (IGMP) 
fungsinya oleh 
Multicast 
Listener 
Discovery 
(MLD) 
 
Dikonfigurasi secara manual atau 
DHCP IPv4 Tidak harus dikonfigurasi secara 
manual, bisa menggunakan address 
autoconfiguration. Dukungan terhadap IPSec 
opsional Dukungan terhadap IPSec 
dibutuhkan Fragmentasi dilakukan oleh 
pengirim dan pada router, menurunkan 
kinerja router.Fragmentasi dilakukan hanya 
oleh pengirim Tidak mensyaratkan ukuran 
paket pada link-layer dan harus bisa 
menyusun kembali paket berukuran 576 
byte.Paket link-layer harus mendukung 
ukuran paket 1280 byte dan harus bisa 
menyusun kembali paket berukuran 1500 
byte    Checksum termasuk pada 
header.Cheksum tidak masuk dalam header 
Header mengandung option. 
Data opsional dimasukkan 
seluruhnya ke dalam extensions header. 
Menggunakan ARP Request secara 
broadcast untuk menterjemahkan alamat 
IPv4 ke alamat link-layer. ARP Request 
telah digantikan oleh Neighbor Solitcitation 
secara multicast.Untuk mengelola 
keanggotaan grup pada subnet lokal 
digunakan Internet Group Management 
Protocol (IGMP).IGMP telah digantikan 
fungsinya oleh Multicast Listener Discovery 
(MLD). 
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Gambar 12 Network - tunneling (IPv6 
transition) 
 
 
PENUTUP 
a. Kesimpulan Dan Saran  
1. IPv4 yang merupakan pondasi dari 
Internet telah hampir mendekati batas 
akhir dari kemampuannya, dan IPv6 
yang merupakan protokol baru telah 
dirancang untuk dapat menggantikan 
fungsi IPv4. Motivasi utama untuk 
mengganti IPv4 adalah karena 
keterbatasan dari panjang addressnya 
yang hanya 32 bit saja serta tidak mampu 
mendukung kebutuhan akan komunikasi 
yang aman, routing yang fleksibel 
maupun pengaturan lalu lintas data. IPv6 
yang memiliki kapasitas address raksasa 
(128 bit), mendukung penyusunan 
address secara terstruktur, yang 
memungkinkan Internet terus 
berkembang dan menyediakan 
kemampuan routing baru yang tidak 
terdapat pada IPv4.   
2. IPv6 memiliki tipe address anycast yang 
dapat digunakan untuk pemilihan route 
secara efisien. Selain itu IPv6 juga 
dilengkapi oleh mekanisme penggunaan 
address secara local yang memungkinkan 
terwujudnya instalasi secara Plug&Play, 
serta menyediakan platform bagi cara 
baru pemakaian Internet, seperti 
dukungan terhadap  aliran data secara 
real-time, pemilihan provider, mobilitas 
host, end-to-end security, ataupun 
konfigurasi otomatis. 
3. Fasilitas yang disediakan pada IPv6 lebih 
komplek ketimbang IPv4 baik secara 
fungsi maupun medianya. Untuk itu, 
dalam penulisan ini masih banyak lagi 
hal yang harus dikaji dalam penggunaan 
IPv6 dan mempunyai beberapa 
penerapan untuk penggunaan di jaringan.  
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