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Г.А.Василевич 
Электронная демократия 
 
Вторая половина ушедшего столетия и наступивший XXI век были 
ознаменованы подлинным прорывом в области высоких технологий. 
Многие из тех вещей, которые еще полвека назад казались несбыточной 
мечтой, на сегодняшний день прочно вошли в обычную жизнь граждан. 
В последнее десятилетие ХХ века, начале хх1 века информационно-
коммуникационные технологии (далее – ИКТ) стали одним из важнейших 
факторов, влияющих на развитие общества. Их революционное 
воздействие касается государственных структур и институтов 
гражданского общества, экономической и социальной сфер, науки и 
образования, культуры и образа жизни людей. Многие развитые и 
развивающиеся страны в полной мере осознали те колоссальные 
преимущества, которые несет с собой развитие и распространение ИКТ. 
Ни у кого не вызывает сомнения тот факт, что движение к 
информационному обществу – это путь в будущее человеческой 
цивилизации. 
В Конституции Республики Беларусь закреплено, что человек, его 
права, свободы и гарантии их реализации являются высшей ценностью и 
целью общества и государства (ст. 2). Это означает необходимость учета 
тенденций мирового развития во имя создания такого правового порядка, 
при котором постоянно улучшалась политическая, экономическая, 
духовная, социальная жизнь людей. Достижения прогресса следует 
поставить на службу обществу и в правовой сфере. Их использование в 
данной сфере может придать гражданам новый импульс в реализации их 
прав и свобод, усилить существующие гарантии, сделать многие права и 
свободы более доступными, а значит, сделать общественную и личную 
жизнь людей более комфортной. Именно посредством ИКТ государство 
может значительно расширить сферу своих услуг гражданам, оказываемых 
в правовой сфере. 
В настоящее время в республике реализуется достаточно широкий 
комплекс работ, направленных на развитие и широкое применение ИКТ в 
различных сферах деятельности и отраслях (государственном и местном 
управлении, материальном производстве, здравоохранении, культуре, 
науке, социальной сфере и т.д.). Создается сетевая инфраструктура 
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государственных органов в целях обеспечения автоматизированного 
информационного взаимодействия между ними на базе формирования 
единого национального информационного ресурса, выхода в глобальные 
международные информационные сети. Определен перечень 
информационных ресурсов, имеющих государственное значение, 
осуществляется их государственная регистрация. Выполняются научно-
исследовательские работы и разработки по созданию передовых 
информационных технологий и программного обеспечения, защиты 
информации в рамках соответствующих государственных научно-
технических программ.   
Свой путь в информационное общество Республика Беларусь 
определила, приняв в декабре 2002 г. комплексную национальную 
программу «Электронная Беларусь». На ее основе к настоящему времени в 
стране сделана основательная работа по внедрению информатизационных 
технологий. 
Век информационных технологий принципиально меняет  
содержание многих ранее устоявшихся отношений. По сути,  можно 
утверждать об интернет–революции, меняющей систему отношений между 
гражданами и государством. Так или иначе, в перспективе при помощи 
интернета  произойдет  переход от представительной демократии к 
демократии непосредственной. Использование информационных 
технологий позволит дебюрократизировать многие отношения. Например, 
в  2000 году  в Конституционный Суд обратились граждане, имеющие 
право на льготы, которые вынуждены это право подтверждать  каждые 
полгода, получая соответствующие справки в различных организациях. 
Было обращено внимание на «забюрократизированность» этого процесса и 
необходимость использования государственные органами ИКТ для 
получения  необходимых сведений. 
Конечно, человек не должен стать рабом технологий. Ведь ИКТ 
могут «выхолостить» все живое, превратив процесс человеческого 
общения, столкновения человеческого разума и эмоций в простой акт 
нажатия на кнопку компьютера. 
Если говорить об электронной демократии,  то, конечно же, речь 
идет о власти народа, реализация которой приобретает по ряду 
направлений новую форму, условно говоря, информационно-
коммуникативную оболочку. По существу речь идет о коллаборативном 
управлении делами государством, когда граждане непосредственно  
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участвуют в решении государственных дел. 
Электронная демократия – на современном этапе  важнейший 
инструмент повышения  активности граждан. 
Применение информационных технологий уже широко 
апробировано за рубежом при проведении выборов. В наших условиях 
можно было  для начала в порядке  эксперимента провести выборы в один 
из городских Советов депутатов  посредством интернет- голосования. 
Огромное, постоянно возрастающее число белорусских граждан уже 
привыкло получать информацию мгновенно, «нажатием кнопки». 
Свободная и уж тем более бесцензурная доступность информации о 
положении дел в стране естественным образом формирует запрос на 
постоянное, а не «от выборов к выборам» участие граждан в политике и 
управлении. 
Поэтому современная демократия, т.е. власть народа, не может 
сводиться только лишь к «походу к урнам» и им заканчиваться. 
Демократия заключается как в фундаментальном праве народа выбирать 
власть, так и в возможности непрерывно влиять на власть и процесс 
принятия ею решений. А значит, демократия должна иметь механизмы 
постоянного и прямого действия, эффективные каналы диалога, 
общественного контроля, коммуникаций и «обратной связи». 
Растущее количество информации о политике должно перейти в 
качество политического участия, гражданского самоуправления и 
контроля. Прежде всего, это — общегражданское обсуждение 
законопроектов, решений, программ, принимаемых на всех уровнях 
государственной власти, оценка действующих законов и эффективности их 
применения. 
Граждане, профессиональные, общественные объединения должны 
иметь возможность заранее «тестировать» все государственные 
документы. Уже сейчас конструктивная критика со стороны сообществ 
предпринимателей, учителей, медиков, ученых помогает избежать 
неудачных решений и, напротив, найти лучшие. 
Прежде чем принимать меры по их реализации целесообразно 
провести интернет обсуждение. Пока инициатива больше исходит от 
администраторов сайтов, нежели от официальных структур государства. 
Институты гражданского общества малоинициативны  в продвижении 
возможностей  информационных технологий. Причем здесь  важно 
конструктивное взаимодействие с официальной властью. 
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Защита базы данных приобретает первостепенное значение. Должна 
быть ответственность хранителя за несанкционированное вторжение 
посторонних лиц к закрытой информации. Умение же хакеров 
«взламывать» базу данных мы видим на примере последнего скандала, 
разразившегося в США, когда посторонние лица получили доступ к 
электронным счетам сотен тысяч людей. 
 Нами уже несколько лет назад предлагалось в литературе несколько 
изменить законодательство, а именно: исключить сплошной 
предварительный контроль принятых законов, определить те из них, 
которые являются наиболее важными (программные, кодексы, законы, 
которые затрагивают непосредственно  конституционные права и свободы 
граждан и т.п.), в остальных случаях предоставить право гражданам на 
обращение в Конституционный Суд по поводу проверки 
конституционности принятых Парламентом законов, т.е. можно развивать 
институт  конституционной жалобы.  На сайтах палат Парламента в этих 
целях должны размещаться рассматриваемые палатами законы. После 
издания Декрета №14 оппонентам уже трудно возражать против правовой 
возможности расширения круга субъектов, имеющих право обращения в 
Конституционный Суд, что автор отстаивал в течение многих лет и, 
наконец,  было реализовано в 2008 году.  Наше предложение обусловлено 
и тем, что  нежелательна избыточность предварительного контроля, 
которая ведет к девальвации конституционного контроля.  
Это способствовало бы развитию  принципа состязательности в 
рамках конституционного судопроизводства, который как раз и закреплен 
в названном Законе. 
Заметим, что новые технологии, приходящие в нашу жизнь, 
порою коренным образом меняют представления людей о многих 
вещах и тем самым вынуждают юристов-практиков и, как следствие, 
судебные органы изменять подходы к решению новых правовых 
проблем с учетом реалий современности и передовых научных 
разработок. 
Важная задача — изменение работы общественных советов при 
органах исполнительной власти. Общественные советы должны перестать 
быть удобными для руководителей ведомств. Надо обеспечить участие в 
них по-настоящему независимых экспертов и представителей 
заинтересованных общественных организаций. Установить состав 
нормативных актов и программ, которые не могут быть приняты без 
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предварительного и публичного обсуждения на Общественном совете. 
Нужно точнее нацелить проект «электронное правительство» на 
нужды и запросы граждан. Максимально полно раскрыть информацию о 
деятельности органов государственной, прежде всего местной власти. 
Через электронные технологии сделать государственный механизм 
понятным и доступным для общества. 
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С.Г.Василевич 
Повышение эффективности нормотворчества и 
правоприменения на основе информационных технологий 
 
В настоящее время прогресс и модернизация возможны только при 
условии основательного использования информационных технологий 
(ИТ). Использование ИТ должно получить свое широкое внедрение в 
сфере государственного управления. Это объективный процесс. 
Стимулируют реализацию ИТ принимаемые на общегосударственном 
уровне соответствующие законодательные акты и программы. Ранее 
выдвигались идеи электронного правительства, сейчас  в литературе уже 
говорят об электронной демократии, даже используют понятие 
«электронный гражданин».  Это отражает процесс все большего охвата 
общественных отношений электронными технологиями. 
Использование электронных технологий обеспечивает прямое 
участие граждан в управлении делами государства и решении ими своих 
социальных вопросов. Можно в этом случае говорить о возвращении к 
непосредственной демократии. 
Электронное государственное управление решает важную 
государственную задачу снижения уровня бюрократии, сокращения 
количества чиновников, направлено на исключение дублирования 
функций. Бутенко А.Л. определяет электронное государственное 
управление не только как «определенный тип функционирования системы 
государственной власти (государственного управления), основанный на 
использовании компьютерных информационных  технологий», но и как  
«специфическую форму политической коммуникации между 
государственными (муниципальными) органами власти и социально-
общественными субъектами (гражданами, бизнес-структурами, 
негосударственными некоммерческими организациями и т.п.)» Он же 
подчеркивает принципиальное отличие электронного управления от 
традиционного: оно обеспечивает оперативную обратную связь всех 
субъектов отношений [1, с.14]. Поэтому на сайтах всех без исключения 
государственных органов следует создать портал, на котором была бы 
возможность высказывать предложения по совершенствованию 
деятельности властных структур, их должностных лиц.  
Одним  из самых сложных в сфере нормотворчества является вопрос 
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о мере правового регулирования, о критериях «определения объема и 
методов правового воздействия на общественные процессы, сознание и 
поведение людей» [2, с.10]. Правовое регулирование  имеет свои границы. 
В литературе отмечается, что правовую границу в самом общем виде 
можно охарактеризовать «как зону исключительного или смежного 
правового регулирования»  [3, с.9].  Важно точно определять границы 
«между правом и иными социальными регуляторами», национальным и 
международным правом», «публичным и частным правом», что усиливает 
потребность в научном прогнозировании, применения «методов 
экстраполяции, программирования, моделирования, экспертных опросов», 
внедрения «показателей эффективности действия законов» [3, с.9-13]. 
Наряду с недостаточностью правового регулирования в литературе 
совершенно справедливо указывается на недопустимость перегруженности 
законодательства, фиксации в нем правил, объективная потребность в 
закреплении которых отсутствует [3, с.250]. Тема исключения 
избыточности правового  регулирования постоянно затрагивается в 
публикациях маститых российских и белорусских ученых. Более того, как 
отметил доктор юридических наук В.Б.Исаков, излишества в праве вредны 
[4, с.106]. Избыточность правового регулирования, его нестабильность, 
постоянная корректировка законодательства усиливают бюрократическую 
составляющую во взаимоотношениях государства, граждан, 
представителей бизнес-сообщества. Это влечет замедление 
экономического развития, увеличение затрат времени на преодоление 
бюрократических барьеров, подрывает доверие граждан к власти, 
формирует у них мнение о неэффективности государственного 
управления. Есть еще один важный аспект, который необходимо 
учитывать: излишества в сфере правового регулирования, запутанность 
актов законодательства, их множественность по одному и тому же 
вопросу, противоречивость способствуют коррупционным 
правонарушениям (преступлениям).  
Таким образом, ученые и практики обращают внимание на проблемы 
в сфере нормотворчества, связанные с избыточностью правового 
регулирования отношений. Полагаем, что использование ИТ способно 
обеспечить экономный подход, а именно: позволит просчитывать все 
возможные тенденции общественного развития и на этой основе находить 
оптимальные правовые решения. 
Конечно, новые вызовы общественного развития предполагают 
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принятие новых актов законодательства, их обновление. На определенном 
этапе развития совершенствование правовой системы, ее нормативной 
составляющей необходимо. Например,  по вопросу внедрения 
информационных технологий, юридической регламентации (охраны и 
защиты) соматических прав, укрепления государственного суверенитета, 
функционирования межгосударственных образований,  расширения сферы 
частного права и  т.д.   Республика Беларусь определена в Конституции 
как  правовое государство. Это  предполагает оптимизацию правового 
воздействия  в области управления. Ведь граждане рассчитывают  на 
хорошее управление, для которого характерно разумное 
(сбалансированное) сочетание права и иных социальных регуляторов. 
Используя международный опыт, следует развивать так называемую  
электронную демократию, которая предполагает не только электронное 
голосование, но и активное участие граждан в управлении делами 
государства, включая  обсуждение общественно важных проблем. 
Полагаем, что важным фактором оптимизации правового 
регулирования, в частности, подготовки проектов законов, является 
использование в процессе нормотворчества информационных технологий. 
Они, на наш взгляд, могли бы использоваться для моделирования 
последствий введения в действие крупных законодательных и иных актов. 
Создание модели развития общественных отношений на основе 
использования информационных технологий могло бы содействовать 
стабильности законодательства, чего так пока не хватает.  
Полезно сформировать банк  идей граждан, в том числе ученых, по 
совершенствованию законодательства. По образцу ряда государств ввести 
правило обязательного рассмотрения в парламенте тех общественных 
инициатив, которые соберут  определенное число подписей в интернете. 
Похожая практика действует, например, в Великобритании. Нужно 
разработать порядок официальной регистрации тех, кто хочет стать 
участником такой системы. Практика размещения проектов законов в 
интернете  пока еще слаба. Надо создать условия, чтобы каждый мог 
направить свое предложение или поправку. Такой механизм 
коллективного отбора оптимальных решений должен стать нормой на всех 
уровнях. В силу сохраняющихся проблем в сфере нормотворчества, 
полагаем, будет полезным больше внимания уделить совершенствованию 
организации этой работы. Необходимо научиться стратегическому и 
комплексному планированию. Здесь без информационных технологий 
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также не обойтись. 
Депутаты  (члены) Парламенты, депутаты местных 
представительных органов,  хотя бы областного и базового уровней,  
обязаны иметь  собственные веб-страницы для общения со своими 
избирателями. Это обеспечит не только политическое участие избирателей 
в управлении страной, в формировании позиции членов парламента, но и 
повышении авторитета Парламента, депутатов  в случае проведения 
позиции граждан. Надо сказать, что кандидаты на выборные должности 
вполне могут использовать интернет-технологии для  повышения своего 
рейтинга и победы на выборах. Уже в настоящее время оценку народа 
должны получать и другие чиновники, занимающие ключевые должности 
на местном уровне. (ЖКХ, здравоохранение, транспорт  и др.).  
Нужно предусмотреть  «активное право» — дать возможность самим 
гражданам формировать законодательную повестку, выдвигать свои 
проекты и формулировать приоритеты. В этой связи полезно было бы по 
образцу ряда государств ввести правило обязательного рассмотрения в 
парламенте тех общественных инициатив, которые соберут  определенное 
число подписей в интернете. Похожая практика действует, например, в 
Великобритании. Нужно будет разработать порядок официальной 
регистрации тех, кто хочет стать участником такой системы. 
Яркий пример активного поведения граждан в Интернете –
обсуждение вопросов о смертной казни, о конфискации автомобилей за 
управлении транспортом в нетрезвом состоянии, проекта закона «О борьбе 
с коррупцией».      
Уже сейчас по опыту других стран можно было бы  использовать 
потенциал информационных технологий для предупреждений 
правонарушений. Конечно, еще трудно представить, что для обеспечения 
контроля за местонахождением детей могут использоваться 
соответствующие чипы, однако их можно использовать для нахождения 
угнанных автомобилей. В перспективе, возможно, и отдельные 
административные дела, например, в области нарушения правил 
дорожного движения, будут рассматриваться на основе разработанной 
компьютерной программы. В этом случае меньше было бы 
злоупотреблений. Конечно, у гражданина, не согласного с «холодным» 
расчетом машины, должно быть право на обращение с жалобой к судье. 
Обратим внимание на, постановление  Совета Министров Республики 
Беларусь от 24 декабря 2013 г. № 1128, которым утвержден перечень 
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электронных средств контроля за местом нахождения осужденных к 
ограничению свободы без направления в исправительное учреждение 
открытого типа. В качестве средств персонального контроля определены: 
-электронный браслет - радиоэлектронное средство, надеваемое на 
нижнюю треть голени и (или) запястье осужденного к ограничению 
свободы без направления в исправительное учреждение открытого типа в 
целях его дистанционной идентификации и отслеживания его 
местонахождения, предназначенное для длительного ношения на теле 
(более трех месяцев) и имеющее встроенную систему контроля за 
несанкционированным снятием и вскрытием корпуса; 
-стационарное контрольное устройство - радиоэлектронное средство, 
обеспечивающее непрерывный круглосуточный прием и идентификацию 
сигналов электронного браслета для контроля за присутствием в 
помещении или на установленной территории, а также оповещение о 
попытках снятия и повреждениях электронного браслета и иных 
действиях, направленных на нарушение его функционирования; 
-мобильное контрольное устройство - радиоэлектронное средство, 
предназначенное для ношения совместно с электронным браслетом при 
нахождении осужденного к ограничению свободы без направления в 
исправительное учреждение открытого типа вне мест, оборудованных 
стационарным контрольным устройством, в целях отслеживания 
местонахождения такого осужденного по сигналам глобальных 
навигационных спутниковых систем ГЛОНАСС или GPS и  др. [5] 
Потенциал для приближения ИТ к человеку еще не исчерпан. Нужна 
практиковать получение гражданами насущной информация о своем доме, 
придомовой территории, соседнем парке, школе, своем районе.  
Внедрение информационных технологий открывает новые 
горизонты для обеспечения и реализации гражданами права на получение 
информации, управления делами государства. 
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Д.А.Плетенев 
Правовое регулирование информационных отношений в 
области государственных секретов 
 
Информационные правоотношения, возникающие в области 
государственных секретов. Конституция Республики Беларусь в 
соответствии с частями второй и третьей статьи 1 провозглашает наше 
государство обладающим верховенством и полнотой власти на своей 
территории, самостоятельно осуществляющим внутреннюю и внешнюю 
политику. Республика Беларусь защищает свою независимость и 
территориальную целостность, конституционный строй, обеспечивает 
законность и правопорядок. 
В соответствии с Концепцией национальной безопасности 
Республики Беларусь одним из важнейших направлений обеспечения 
стабильности национальной безопасности нашей страны является 
информационная безопасность, под которой понимается состояние 
защищенности сбалансированных интересов личности, общества и 
государства от внешних и внутренних угроз в информационной сфере. В 
качестве одного из основных механизмов достижения информационной 
безопасности, защиты суверенитета и неотъемлемым условием 
стабильного функционирования системы управления выступает правовое 
регулирование информации, составляющей государственные секреты. 
Правовой основой регулирования отношений, опосредующих 
информацию, составляющую государственные секреты выступают: 
Конституция Республики Беларусь; 
Закон Республики Беларусь "Об информации, информатизации и 
защите информации" от 10 ноября 2008 года № 455-З; 
Закон Республики Беларусь "О государственных секретах" от 19 
июля 2010 года № 170-З. 
Значимость информации, составляющей государственные секреты, 
трудно переоценить. В условиях нестабильности международных 
отношений, жесточайшей конкуренции в борьбе за информационные 
ресурсы, возрастает значимость правового регулирования оборота 
информации, составляющей государственные секреты. Защита источников 
информационных ресурсов политической, экономической, научно-
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технической и военной информации является важнейшей задачей 
обеспечения безопасности государства. Важность этой задачи 
подтверждается и определением в качестве уполномоченного 
государственного органа по защите государственных секретов Комитета 
государственной безопасности Республики Беларусь (Указ Президента 
Республики Беларусь "Об уполномоченном государственном органе по 
защите государственных секретов" от 02.06.2003 года № 221). 
Общественные отношения, опосредующие информацию, 
составляющую государственные секреты, включают отношения 
возникающие, развивающиеся и прекращающиеся при отнесении сведений 
к государственным секретам, защите государственных секретов, 
осуществлении иной деятельности в сфере государственных секретов в 
целях обеспечения национальной безопасности Республики Беларусь. 
Институт государственных секретов включает в себя две основные 
группы отношений. Первая – сведения, отнесенные к категории 
государственных секретов. 
Эти сведения можно классифицировать по нескольким группам. 
Сведения в области политики: 
о стратегии и тактике внешней политики, а также 
внешнеэкономической деятельности; 
о подготовке, заключении, содержании, выполнении, 
приостановлении или прекращении действия международных договоров 
Республики Беларусь; 
об экспорте и импорте вооружения и военной техники; 
о содержании или объемах экономического сотрудничества с 
иностранными государствами в военное время. 
Сведения в области экономики и финансов: 
о содержании планов подготовки экономики к отражению 
возможной военной агрессии; 
о мобилизационных мощностях промышленности по изготовлению и 
ремонту вооружения и военной техники; 
о планах (заданиях) государственного оборонного заказа, об объемах 
выпуска и поставках вооружения и военной техники, военно-технического 
имущества; 
об объемах финансирования из республиканского бюджета 
Вооруженных Сил Республики Беларусь, других войск и воинских 
формирований, правоохранительных и иных государственных органов, 
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обеспечивающих национальную безопасность Республики Беларусь; 
о технологии изготовления системы защиты, применяемой при 
производстве денежных знаков, бланков ценных бумаг и других 
документов с определенной степенью защиты, обеспечиваемых 
государством. 
Сведения в области науки и техники: 
о содержании государственных и других программ, концепций по 
направлениям, определяющим национальную безопасность Республики 
Беларусь; 
о проведении научно-исследовательских, опытно-технологических и 
опытно-конструкторских работ в интересах национальной безопасности 
Республики Беларусь. 
Сведения в военной области: 
о планах строительства Вооруженных Сил Республики Беларусь, 
содержании основных направлений (программ) развития вооружения и 
военной техники; 
о тактико-технических характеристиках и возможностях боевого 
применения вооружения и военной техники; 
о системе управления Вооруженными Силами Республики Беларусь; 
о содержании стратегических или оперативных планов, планов 
территориальной обороны, документов боевого управления по подготовке 
и проведению операций, стратегическому развертыванию Вооруженных 
Сил Республики Беларусь, других войск и воинских формирований, их 
боевой, мобилизационной готовности и мобилизационных ресурсах; 
о назначении, местонахождении, степени защищенности, системе 
охраны особо режимных и режимных объектов, пунктов управления 
государством в военное время или их проектировании, строительстве, 
эксплуатации, степени готовности. 
Сведения в области разведывательной, контрразведывательной и 
оперативно-розыскной деятельности: 
об организации, тактике, силах, средствах, объектах, методах, планах 
разведывательной, контрразведывательной и оперативно-розыскной 
деятельности, в том числе по обеспечению собственной безопасности в 
органах, осуществляющих такую деятельность; 
о финансировании мероприятий, проводимых органами, 
осуществляющими разведывательную, контрразведывательную и 
оперативно-розыскную деятельность; 
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о гражданах, сотрудничающих (сотрудничавших) на 
конфиденциальной основе с органами, осуществляющими 
разведывательную, контрразведывательную и оперативно-розыскную 
деятельность, а также о штатных негласных сотрудниках и сотрудниках 
этих органов, в том числе внедренных в организованные группы, 
выполняющих (выполнявших) специальные задания. 
Сведения в информационной и иных областях национальной 
безопасности Республики Беларусь: 
о содержании, организации или результатах основных видов 
деятельности Совета Безопасности Республики Беларусь, государственных 
органов, обеспечивающих национальную безопасность Республики 
Беларусь; 
об организации, силах, средствах и методах обеспечения 
безопасности охраняемых граждан и защиты охраняемых объектов; 
о финансировании мероприятий, проводимых в целях обеспечения 
безопасности охраняемых граждан и защиты охраняемых объектов; 
о системе, методах и средствах защиты государственных секретов, 
состоянии защиты государственных секретов; 
о шифрах, системах шифрованной, других видов специальной связи; 
иные сведения в области политики, экономики, финансов, науки, 
техники, в военной области, области разведывательной, 
контрразведывательной, оперативно-розыскной деятельности, 
информационной и иных областях национальной безопасности Республики 
Беларусь, которые включаются в перечень сведений, подлежащих 
отнесению к государственным секретам. 
Вторая группа отношений – сведения, которые не могут быть 
отнесены к государственным секретам.  
Статьей 34 Конституции Республики Беларусь определено: 
"Гражданам Республики Беларусь гарантируется право на получение, 
хранение и распространение полной, достоверной и своевременной 
информации о деятельности государственных органов, общественных 
объединений, о политической, экономической, культурной и 
международной жизни, состоянии окружающей среды". Граждане 
Республики Беларусь вправе получать сведения: 
о привилегиях, компенсациях и социальных гарантиях, 
предоставляемых государством гражданам, должностным лицам, 
предприятиям и учреждениям; 
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о размерах золотого запаса и государственных валютных резервах 
Республики Беларусь; 
о состоянии здоровья высших должностных лиц Республики 
Беларусь; 
о состоянии экологии, здравоохранения, санитарии, демографии, 
образования, культуры, сельского хозяйства, а также о состоянии 
преступности; 
о фактах нарушения законности органами государственной власти и 
их должностными лицами; 
о фактах нарушения прав и свобод человека и гражданина; 
о чрезвычайных происшествиях и катастрофах, угрожающих 
безопасности и здоровью граждан, и их последствиях, а также о стихийных 
бедствиях, их официальных прогнозах и последствиях; 
об обобщенных показателях по внешней задолженности. 
Также ко второй группе отношений относятся сведения, являющиеся 
общедоступной информацией, доступ к которой, распространение и (или) 
предоставление которой не могут быть ограничены в соответствии с 
законодательными актами Республики Беларусь; 
находящиеся в собственности иностранных государств, 
международных организаций, межгосударственных образований и 
переданные Республике Беларусь. 
Государственные секреты подразделяются на две категории: 
сведения, составляющие государственную тайну и сведения, 
составляющие служебную тайну. Государственная тайна включает в себя 
сведения, в результате разглашения или утраты которых могут наступить 
тяжкие последствия для национальной безопасности Республики Беларусь 
(грифы секретности на носителях государственной тайны и (или) 
сопроводительной документации к ним - "Особой важности", 
"Совершенно секретно"). Служебная тайна - сведения, в результате 
разглашения или утраты которых может быть причинен существенный 
вред национальной безопасности Республики Беларусь (грифы 
секретности на носителях служебной тайны и (или) сопроводительной 
документации к ним - "Секретно"). Служебная тайна может являться 
составной частью государственной тайны, не раскрывая ее в целом. 
Правовое регулирование сведений, составляющих государственную 
тайну, основывается на основополагающих идеях (принципах) к числу 
которых белорусские ученые (И.А. Ладыга) относят: законность, 
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безопасность личности, общества и государства, обоснованность, 
соотнесенность с мерами защиты государственных секретов иностранных 
государств, своевременность отнесения сведений к государственной тайне 
и их засекречивание. 
Соблюдение принципа законности отнесения сведений к 
государственным секретам предполагает отнесение этих сведений к 
государственным секретам в соответствии с Законом "О государственных 
секретах" и иными актами законодательства Республики Беларусь. 
Под обеспечением безопасности личности, общества и государства 
при отнесении сведений к государственным секретам понимается 
отнесение этих сведений к государственным секретам без причинения 
вреда личности, обществу и государству. 
Обоснованность отнесения сведений к государственным секретам 
заключается в принятии решения об их включении в перечень сведений, 
подлежащих засекречиванию, на основании экспертной оценки этих 
сведений. 
Под соотнесенностью с мерами защиты государственных секретов 
иностранных государств при отнесении сведений к государственным 
секретам понимается согласованность подходов к определению категорий 
сведений, относимых к государственным секретам, степени их секретности 
и мер по их защите с законодательством государств, с которыми 
Республика Беларусь имеет договоры о совместном использовании и 
защите сведений, составляющих государственные секреты. 
Своевременность отнесения сведений к государственной тайне и их 
засекречивание заключается в установлении ограничений на 
распространение этих сведений с момента их получения (разработки) или 
заблаговременно. 
Субъекты информационных отношений в области государственных 
секретов. Государственное регулирование и управление в сфере 
государственных секретов осуществляются Президентом Республики 
Беларусь, Советом Министров Республики Беларусь, а также 
Межведомственной комиссией по защите государственных секретов при 
Совете Безопасности Республики Беларусь, уполномоченным 
государственным органом по защите государственных секретов (Комитет 
государственной безопасности Республики Беларусь), органами 
государственной безопасности, Оперативно-аналитическим центром при 
Президенте Республики Беларусь. 
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Президент Республики Беларусь осуществляет общее руководство и 
определяет основные направления государственной политики в сфере 
государственных секретов. Президент Республики Беларусь в 
соответствии с полномочиями, предоставленными ему законодательством 
Республики Беларусь: 
определяет государственную политику; 
утверждает государственные программы; 
утверждает Положение о Межведомственной комиссии по защите 
государственных секретов при Совете Безопасности Республики Беларусь 
и ее состав; 
создает, реорганизует и упраздняет уполномоченный 
государственный орган по защите государственных секретов; 
утверждает перечень государственных органов и иных организаций, 
наделенных полномочием по отнесению сведений к государственным 
секретам, перечень сведений, подлежащих отнесению к государственным 
секретам; 
ведет переговоры и подписывает межгосударственные договоры 
Республики Беларусь о защите государственных секретов; 
принимает решения о передаче государственных секретов 
иностранным государствам, международным организациям, 
межгосударственным образованиям; 
устанавливает порядок предоставления допуска к государственным 
секретам иностранным гражданам и лицам без гражданства, а также 
гражданам Республики Беларусь, постоянно проживающим за пределами 
Республики Беларусь. 
Совет Министров Республики Беларусь осуществляет 
непосредственное руководство в сфере государственных секретов, в том 
числе: 
организует разработку проектов государственных программ, перечня 
государственных органов и иных организаций, наделенных полномочием 
по отнесению сведений к государственным секретам, перечня сведений, 
подлежащих отнесению к государственным секретам, и представляет их на 
утверждение Президенту Республики Беларусь, принимает меры по 
выполнению государственных программ; 
организует разработку проектов актов законодательства Республики 
Беларусь, в том числе международных договоров Республики Беларусь о 
защите государственных секретов, принимает в пределах своей 
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компетенции акты законодательства Республики Беларусь; 
заключает межправительственные договоры Республики Беларусь о 
защите государственных секретов, принимает меры по реализации 
международных договоров Республики Беларусь о защите 
государственных секретов; 
утверждает положение об экспертных комиссиях в сфере 
государственных секретов, перечень особо режимных и режимных 
объектов, положение об особо режимных и режимных объектах, порядок 
создания и деятельности подразделений по защите государственных 
секретов; 
принимает решения о создании межведомственных экспертных 
комиссий в сфере государственных секретов; 
устанавливает порядок определения тяжести последствий, которые 
наступили или могут наступить, размера вреда, который причинен или 
может быть причинен в результате разглашения или утраты 
государственных секретов; 
устанавливает порядок предоставления гражданам допуска к 
государственным секретам; 
устанавливает порядок осуществления гражданами доступа к 
государственным секретам; 
устанавливает порядок отнесения сведений к государственным 
секретам, засекречивания, рассекречивания, а также защиты 
государственных секретов; 
устанавливает порядок передачи государственных секретов 
государственным органам и иным организациям; 
устанавливает порядок передачи государственных секретов 
иностранным государствам, международным организациям, 
межгосударственным образованиям; 
устанавливает размеры надбавок к тарифным ставкам (окладам) 
гражданам на период доступа к государственным секретам в зависимости 
от степени секретности, а также компенсационных выплат гражданам на 
период действия временного ограничения их права на выезд из Республики 
Беларусь, если они осведомлены о государственной тайне, и надбавок к 
тарифным ставкам (окладам) работникам подразделений по защите 
государственных секретов за стаж работы в указанных подразделениях, а 
также порядок их выплат; 
определяет порядок материально-технического и финансового 
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обеспечения деятельности в сфере государственных секретов. 
Межведомственная комиссия по защите государственных секретов 
при Совете Безопасности Республики Беларусь в сфере государственных 
секретов: 
координирует деятельность государственных органов и иных 
организаций, наделенных полномочием по отнесению сведений к 
государственным секретам; 
осуществляет подготовку предложений Президенту Республики 
Беларусь и Совету Безопасности Республики Беларусь о формировании 
государственной политики и совершенствовании защиты государственных 
секретов; 
рассматривает проекты государственных программ, актов 
законодательства Республики Беларусь, в том числе международных 
договоров Республики Беларусь о защите государственных секретов. 
Комитет государственной безопасности Республики Беларусь как 
уполномоченный государственный орган по защите государственных 
секретов: 
разрабатывает предложения о формировании государственной 
политики и совершенствовании защиты государственных секретов; 
осуществляет государственный контроль; 
разрабатывает проекты государственных программ, актов 
законодательства Республики Беларусь, в том числе международных 
договоров Республики Беларусь о защите государственных секретов, 
принимает в пределах своей компетенции акты законодательства 
Республики Беларусь; 
проводит проверочные мероприятия в государственных органах и 
иных организациях в связи с предоставлением им допуска к 
государственным секретам; 
устанавливает порядок выдачи разрешений на осуществление 
деятельности с использованием государственных секретов, выдает, 
приостанавливает, возобновляет и аннулирует разрешения на 
осуществление деятельности с использованием государственных секретов 
государственным органам и иным организациям, за исключением 
государственных органов и иных организаций, наделенных полномочием 
по отнесению сведений к государственным секретам; 
согласовывает перечни сведений, подлежащих засекречиванию, 
номенклатуры должностей работников, подлежащих допуску к 
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государственным секретам; 
согласовывает предоставление гражданам допуска к 
государственным секретам, а также осуществление доступа к 
государственным секретам граждан, являющихся представителями 
иностранных государств, международных организаций, 
межгосударственных образований; 
создает экспертные комиссии в сфере государственных секретов для 
рассмотрения материалов о возможности передачи государственных 
секретов иностранным государствам, международным организациям, 
межгосударственным образованиям, выносит заключения о возможности 
передачи государственных секретов иностранным государствам, 
международным организациям, межгосударственным образованиям; 
осуществляет государственную регистрацию информационных 
систем, содержащих государственные секреты; 
организует повышение квалификации, подготовку и переподготовку 
руководителей, ответственных за обеспечение защиты государственных 
секретов, и других работников государственных органов и иных 
организаций, осуществляющих деятельность с использованием 
государственных секретов; 
оказывает методическую и практическую помощь государственным 
органам и иным организациям, осуществляющим деятельность с 
использованием государственных секретов, по вопросам защиты 
государственных секретов. 
Органы государственной безопасности в сфере государственных 
секретов: 
организуют обеспечение государственных органов и иных 
организаций средствами шифрованной, других видов специальной связи, 
координируют их применение, осуществляют контроль за использованием 
указанных средств; 
координируют применение государственными органами и иными 
организациями криптографических средств защиты государственных 
секретов, осуществляют контроль за их использованием; 
осуществляют в пределах своих полномочий контроль за защитой 
государственных секретов, в том числе контроль при использовании 
криптографических средств защиты государственных секретов; 
осуществляют подтверждение соответствия средств шифрованной, 
других видов специальной связи и криптографических средств защиты 
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государственных секретов требованиям технических нормативных 
правовых актов Республики Беларусь в области технического 
нормирования и стандартизации и выдают сертификаты соответствия; 
организуют применение технических мер защиты государственных 
секретов в своей деятельности, осуществляют контроль за их 
использованием; 
разрабатывают проекты актов законодательства Республики 
Беларусь, в том числе технических нормативных правовых актов, 
принимают в пределах своей компетенции акты законодательства 
Республики Беларусь; 
согласовывают создание, реорганизацию и ликвидацию 
государственными органами и иными организациями подразделений по 
защите государственных секретов, а также назначение на должности и 
освобождение от должностей руководителей этих подразделений; 
проводят в пределах своей компетенции проверочные мероприятия в 
отношении граждан в связи с предоставлением им допуска к 
государственным секретам, осуществлением ими деятельности в сфере 
государственных секретов; 
вносят предложения в государственные органы и иные организации, 
осуществляющие деятельность с использованием государственных 
секретов, о временном ограничении права граждан, осведомленных о 
государственной тайне, на выезд из Республики Беларусь; 
вносят предписания в государственные органы и иные организации, 
осуществляющие деятельность с использованием государственных 
секретов, о прекращении допуска к государственным секретам граждан. 
Оперативно-аналитический центр при Президенте Республики 
Беларусь в сфере государственных секретов: 
координирует применение технических мер защиты 
государственных секретов в государственных органах и иных 
организациях, осуществляющих деятельность с использованием 
государственных секретов, за исключением применения технических мер 
защиты государственных секретов в системах шифрованной, других видов 
специальной связи и при использовании криптографических средств 
защиты государственных секретов, осуществляет контроль за 
применением указанных мер в порядке, установленном этим центром; 
разрабатывает проекты актов законодательства Республики Беларусь 
о применении технических мер защиты государственных секретов, за 
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исключением применения технических мер защиты государственных 
секретов в системах шифрованной, других видов специальной связи и при 
использовании криптографических средств защиты государственных 
секретов, а также проекты технических нормативных правовых актов 
Республики Беларусь в области технического нормирования и 
стандартизации средств защиты государственных секретов, за 
исключением систем шифрованной, других видов специальной связи и 
криптографических средств защиты государственных секретов, принимает 
в пределах своей компетенции акты законодательства Республики 
Беларусь; 
осуществляет подтверждение соответствия средств защиты 
государственных секретов требованиям технических нормативных 
правовых актов Республики Беларусь в области технического 
нормирования и стандартизации, за исключением средств шифрованной, 
других видов специальной связи и криптографических средств защиты 
государственных секретов, и выдает сертификат соответствия; 
осуществляет методическое руководство повышением квалификации, 
подготовкой и переподготовкой руководителей, ответственных за 
обеспечение защиты государственных секретов, и других работников 
государственных органов и иных организаций, осуществляющих 
деятельность с использованием государственных секретов, по применению 
технических мер защиты государственных секретов, определяет порядок 
их аттестации. 
Деятельность с использованием государственных секретов в 
Республике Беларусь осуществляют государственные органы и иные 
организации, наделенные полномочием по отнесению сведений к 
государственным секретам, другие государственные органы, иные 
организации и граждане. Условием осуществления деятельности с 
использованием государственных секретов является наличие у 
государственных органов, иных организаций и граждан допуска к 
государственным секретам. В соответствии с Указом Президента 
Республики Беларусь "О некоторых вопросах в сфере государственных 
секретов" от 25.02.2011 № 68 к числу государственных органов и иных 
организаций, наделенных полномочием по отнесению сведений к 
государственным секретам отнесены: Совет Министров Республики 
Беларусь, Совет Республики Национального собрания Республики 
Беларусь, Палата представителей Национального собрания Республики 
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Беларусь, Верховный Суд Республики Беларусь, Высший Хозяйственный 
Суд Республики Беларусь, Администрация Президента Республики 
Беларусь, Государственный секретариат Совета Безопасности Республики 
Беларусь, Комитет государственного контроля Республики Беларусь, 
Генеральная прокуратура Республики Беларусь, Национальный банк 
Республики Беларусь, Управление делами Президента Республики 
Беларусь, Служба безопасности Президента Республики Беларусь, 
Оперативно-аналитический центр при Президенте Республики Беларусь, 
Национальная академия наук Беларуси, Национальный статистический 
комитет, Следственный комитет, Министерство архитектуры и 
строительства, Министерство внутренних дел, Министерство жилищно-
коммунального хозяйства, Министерство здравоохранения, Министерство 
иностранных дел, Министерство информации, Министерство культуры, 
Министерство лесного хозяйства, Министерство обороны, Министерство 
образования, Министерство по налогам и сборам, Министерство по 
чрезвычайным ситуациям, Министерство природных ресурсов и охраны 
окружающей среды, Министерство промышленности, Министерство связи 
и информатизации, Министерство сельского хозяйства и продовольствия, 
Министерство спорта и туризма, Министерство торговли, Министерство 
транспорта и коммуникаций, Министерство труда и социальной защиты, 
Министерство финансов, Министерство экономики, Министерство 
энергетики, Министерство юстиции, Комитет государственной 
безопасности, Государственный военно-промышленный комитет, 
Государственный комитет по имуществу, Государственный комитет по 
науке и технологиям, Государственный комитет по стандартизации, 
Государственный пограничный комитет, Государственный таможенный 
комитет, Уполномоченный по делам религий и национальностей, 
Областные и Минский городской исполнительные комитеты, Высшая 
аттестационная комиссия Республики Беларусь, Белорусский 
государственный концерн пищевой промышленности "Белгоспищепром", 
Белорусский государственный концерн по нефти и химии, Белорусский 
государственный концерн по производству и реализации товаров легкой 
промышленности, Белорусский государственный концерн по производству 
и реализации фармацевтической и микробиологической продукции, 
Белорусский производственно-торговый концерн лесной, 
деревообрабатывающей и целлюлозно-бумажной промышленности, 
Белорусский республиканский союз потребительских обществ, 
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Государственная инспекция охраны животного и растительного мира при 
Президенте Республики Беларусь, Национальная государственная 
телерадиокомпания. 
Государственные органы и иные организации, наделенные 
полномочием по отнесению сведений к государственным секретам, в 
сфере государственных секретов: 
относят в сфере своей деятельности сведения к государственным 
секретам, разрабатывают и утверждают перечни сведений, подлежащих 
засекречиванию; 
организуют и осуществляют в сфере своей деятельности защиту 
государственных секретов; 
вносят в Совет Министров Республики Беларусь предложения о 
формировании перечня сведений, подлежащих отнесению к 
государственным секретам, перечня особо режимных и режимных 
объектов, а также предложения о создании межведомственных экспертных 
комиссий в сфере государственных секретов; 
передают государственные секреты другим государственным 
органам и иным организациям; 
принимают решения о передаче служебной тайны иностранным 
государствам, международным организациям, межгосударственным 
образованиям при наличии международного договора Республики 
Беларусь о защите государственных секретов; 
осуществляют контроль за защитой государственных секретов в 
подчиненных организациях, а также в государственных органах и иных 
организациях, которым в связи с проведением работ с использованием 
государственных секретов передаются ими государственные секреты; 
согласовывают создание, реорганизацию и ликвидацию 
подразделений по защите государственных секретов в подчиненных 
организациях, а также в других государственных органах и иных 
организациях, которым в связи с проведением работ с использованием 
государственных секретов передаются ими государственные секреты; 
создают, реорганизуют и ликвидируют подразделения по защите 
государственных секретов, обеспечивают их функционирование; 
определяют руководителей, ответственных за обеспечение защиты 
государственных секретов; 
создают условия для осуществления деятельности с использованием 
государственных секретов; 
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разрабатывают и утверждают номенклатуры должностей работников, 
подлежащих допуску к государственным секретам; 
принимают в пределах своей компетенции решения о создании 
экспертных комиссий в сфере государственных секретов; 
обеспечивают повышение квалификации, подготовку и 
переподготовку руководителей, ответственных за обеспечение защиты 
государственных секретов, и других работников, осуществляющих 
деятельность с использованием государственных секретов. 
Другие государственные органы и иные организации, 
осуществляющие деятельность с использованием государственных 
секретов, в сфере государственных секретов: 
организуют и осуществляют защиту государственных секретов, 
находящихся в их пользовании; 
согласовывают создание, реорганизацию и ликвидацию 
подразделений по защите государственных секретов в подчиненных 
организациях, а также в других государственных органах и иных 
организациях, которым в связи с проведением работ с использованием 
государственных секретов передаются ими государственные секреты; 
создают, реорганизуют и ликвидируют подразделения по защите 
государственных секретов, обеспечивают их функционирование; 
определяют руководителей, ответственных за обеспечение защиты 
государственных секретов; 
создают условия для осуществления деятельности с использованием 
государственных секретов; 
разрабатывают и утверждают номенклатуры должностей работников, 
подлежащих допуску к государственным секретам; 
принимают в пределах своей компетенции решения о создании 
экспертных комиссий в сфере государственных секретов; 
обеспечивают повышение квалификации, подготовку и 
переподготовку руководителей, ответственных за обеспечение защиты 
государственных секретов, и других работников, осуществляющих 
деятельность с использованием государственных секретов; 
вносят в государственные органы и иные организации, наделенные 
полномочием по отнесению сведений к государственным секретам, 
предложения о формировании перечня сведений, подлежащих отнесению к 
государственным секретам, перечней сведений, подлежащих 
засекречиванию, перечня особо режимных и режимных объектов, а также 
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предложения о создании экспертных комиссий в сфере государственных 
секретов. 
Граждане в сфере государственных секретов имеют право: 
на осуществление деятельности с использованием государственных 
секретов с соблюдением требований, предусмотренных актами 
законодательства Республики Беларусь о государственных секретах; 
на получение надбавок к тарифным ставкам (окладам) на период их 
доступа к государственным секретам в зависимости от степени 
секретности, а также компенсационных выплат на период действия 
временного ограничения их права на выезд из Республики Беларусь, если 
они осведомлены о государственной тайне, и надбавок к тарифным 
ставкам (окладам) за стаж работы в подразделениях по защите 
государственных секретов; 
ознакомиться с законодательством Республики Беларусь о 
государственных секретах в необходимом объеме; 
осуществлять иные права, предусмотренные актами 
законодательства Республики Беларусь. 
Граждане обязаны выполнять требования, предусмотренные актами 
законодательства Республики Беларусь о государственных секретах. 
Правовой режим государственных секретов.Правовой режим 
государственных секретов представляет собой совокупность мер и средств 
правовой и организационной защиты государственных секретов. Правовой 
режим включает порядок отнесения сведений к государственным секретам, 
порядок обращения с такими сведениями и порядок снятия ограничений на 
распространение и (или) предоставление государственных секретов и 
прекращения иных мер защиты. 
Государственные секреты являются собственностью Республики 
Беларусь. Отнесение сведений к государственным секретам 
осуществляется посредством определения сведений, которые подлежат 
защите в соответствии актами законодательства Республики Беларусь. 
Отнесение сведений к государственным секретам осуществляется 
государственными органами и иными организациями, наделенными 
полномочием по отнесению сведений к государственным секретам, с 
учетом перечня сведений, подлежащих отнесению к государственным 
секретам. Государственные органы и иные организации, наделенные 
полномочием по отнесению сведений к государственным секретам, в 
сфере своей деятельности разрабатывают и утверждают перечни сведений, 
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подлежащих засекречиванию. 
Сведения, полученные государственными органами и иными 
организациями, а также гражданами при осуществлении деятельности, не 
связанной с использованием государственных секретов, собственниками 
которых они являются, могут быть отнесены к государственным секретам 
после передачи их этими государственными органами и иными 
организациями, а также гражданами по договору государственному органу 
и иной организации, наделенным полномочием по отнесению сведений к 
государственным секретам. Договор о передаче таких сведений 
заключается в соответствии с Гражданским кодексом Республики Беларусь 
и должен содержать указание на условия передачи этих сведений. До 
принятия решения об отнесении к государственным секретам 
осуществляется защита таких сведений. 
Засекречивание осуществляется на основании перечня сведений, 
подлежащих засекречиванию, посредством установления ограничений на 
распространение и (или) предоставление сведений и применения иных мер 
защиты в соответствии с актами законодательства Республики Беларусь. 
Определение и изменение степени секретности осуществляются 
государственными органами и иными организациями, наделенными 
полномочием по отнесению сведений к государственным секретам, в 
сфере своей деятельности. При засекречивании на носителе 
государственных секретов и (или) сопроводительной документации к нему 
проставляется гриф секретности. 
Для государственных секретов, как правило, устанавливаются 
следующие сроки засекречивания: для государственной тайны - до 
тридцати лет; для служебной тайны - до десяти лет. Срок засекречивания 
исчисляется с даты засекречивания. Изменение срока засекречивания 
осуществляется на основании решений государственных органов и иных 
организаций, наделенных полномочием по отнесению сведений к 
государственным секретам. 
Рассекречивание осуществляется посредством снятия ограничений 
на распространение и (или) предоставление государственных секретов и 
прекращения иных мер защиты. Рассекречивание осуществляется на 
основании решений государственных органов и иных организаций, 
наделенных полномочием по отнесению сведений к государственным 
секретам. При рассекречивании на носителях государственных секретов и 
(или) сопроводительной документации к ним аннулируется гриф 
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секретности. Допуск к государственным секретам государственным 
органам и иным организациям предоставляется при соблюдении ими 
законодательства Республики Беларусь о государственных секретах, а 
также если: 
в их структуре имеется подразделение по защите государственных 
секретов, состоящее из работников, количество и уровень квалификации 
которых достаточны для защиты государственных секретов, или ими 
заключен договор об оказании услуг по защите государственных секретов 
с государственным органом и иной организацией, имеющими 
подразделение по защите государственных секретов; 
разработана и утверждена номенклатура должностей работников, 
подлежащих допуску к государственным секретам; 
их руководители, ответственные за обеспечение защиты 
государственных секретов, имеют допуск к государственным секретам; 
приняты иные меры защиты государственных секретов, 
предусмотренные законодательством Республики Беларусь о 
государственных секретах. 
Допуск к государственным секретам государственным органам и 
иным организациям, наделенным полномочием по отнесению сведений к 
государственным секретам, предоставляется на основании включения их в 
перечень государственных органов и иных организаций, наделенных 
полномочием по отнесению сведений к государственным секретам, 
утвержденный Президентом Республики Беларусь. Государственные 
органы и иные организации, наделенные полномочием по отнесению 
сведений к государственным секретам, осуществляют деятельность с 
использованием государственных секретов при наличии в их структуре 
подразделения по защите государственных секретов и выполнении 
условий об обеспечении соблюдения требований законодательства о 
государственных секретах. Информация о состоянии защиты 
государственных секретов в государственных органах и иных 
организациях, наделенных полномочием по отнесению сведений к 
государственным секретам, учитывается при проведении в соответствии с 
актами законодательства Республики Беларусь аттестации их 
руководителей. 
Допуск к государственным секретам другим государственным 
органам и иным организациям предоставляется на основании разрешения 
на осуществление деятельности с использованием государственных 
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секретов, выданного уполномоченным государственным органом по 
защите государственных секретов по результатам проверочных 
мероприятий. 
Разрешение на осуществление деятельности с использованием 
государственных секретов выдается после выполнения другими 
государственными органами и иными организациями условий об 
обеспечении соблюдения требований законодательства о государственных 
секретах и аттестации их руководителей, ответственных за обеспечение 
защиты государственных секретов. 
Организация защиты государственных секретов в государственных 
органах и иных организациях возлагается на их руководителей. 
Защита государственных секретов осуществляется посредством 
применения правовых, организационных, технических мер, в том числе 
посредством использования сертифицированных средств защиты 
государственных секретов, и иных мер в соответствии с актами 
законодательства Республики Беларусь в целях предотвращения тяжких 
последствий или существенного вреда национальной безопасности 
Республики Беларусь. В государственных органах и иных организациях, 
наделенных полномочием по отнесению сведений к государственным 
секретам, должны быть созданы подразделения по защите 
государственных секретов. Другие государственные органы и иные 
организации по решению их руководителей создают подразделения по 
защите государственных секретов или заключают договор об оказании 
услуг по защите государственных секретов с государственным органом и 
иной организацией, имеющими подразделение по защите государственных 
секретов, по согласованию с государственным органом и иной 
организацией, которые передают им государственные секреты. 
Государственные органы и иные организации в случае их реорганизации 
или ликвидации, а также прекращения деятельности с использованием 
государственных секретов обязаны в соответствии с актами 
законодательства Республики Беларусь принять меры по защите 
находящихся у них государственных секретов. Защита государственных 
секретов иностранных государств, международных организаций, 
межгосударственных образований, переданных Республике Беларусь на 
основании международных договоров Республики Беларусь либо в связи с 
ее членством в этих международных организациях, межгосударственных 
образованиях, а также сведений, образовавшихся при их использовании, 
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осуществляется в соответствии с актами законодательства Республики 
Беларусь, в том числе международными договорами Республики Беларусь 
о защите государственных секретов, с учетом требований иностранных 
государств, международных организаций, межгосударственных 
образований, передавших государственные секреты. 
Допуск к государственным секретам гражданам предоставляется, 
если: 
граждане ознакомлены с правами и обязанностями, 
предусмотренными актами законодательства Республики Беларусь о 
государственных секретах, с возможным временным ограничением их 
права на выезд из Республики Беларусь, а также с законодательными 
актами Республики Беларусь, устанавливающими ответственность за 
нарушение законодательства Республики Беларусь о государственных 
секретах; 
имеется письменное согласие граждан на проведение в отношении 
их проверочных мероприятий в связи с предоставлением им допуска к 
государственным секретам; 
гражданами представлены их персональные данные; 
гражданами приняты письменные обязательства перед государством 
о соблюдении законодательства Республики Беларусь о государственных 
секретах; 
имеется согласование уполномоченным государственным органом 
по защите государственных секретов предоставления им допуска к 
государственным секретам; 
проведены проверочные мероприятия в отношении граждан в связи с 
предоставлением им допуска к государственным секретам. 
Допуск к государственным секретам гражданам Республики 
Беларусь в связи с избранием (назначением) на должность предоставляется 
без согласования с уполномоченным государственным органом по защите 
государственных секретов и проведения в отношении их проверочных 
мероприятий в связи с предоставлением им допуска к государственным 
секретам. Такой допуск предоставляется: Президенту Республики Беларусь 
- с момента вступления его в должность; Премьер-министру Республики 
Беларусь - с даты назначения его на должность; депутатам Палаты 
представителей, членам Совета Республики Национального собрания 
Республики Беларусь, депутатам местных Советов депутатов - с даты 
признания их полномочий; судьям - с даты назначения (избрания) их на 
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должность. 
Допуск к государственным секретам гражданам, оказывающим на 
конфиденциальной основе содействие органам, осуществляющим 
разведывательную, контрразведывательную и оперативно-розыскную 
деятельность, а также гражданам Республики Беларусь, являющимся 
штатными негласными сотрудниками указанных органов, предоставляется 
без согласования с уполномоченным государственным органом по защите 
государственных секретов. Гражданам, достигшим шестнадцатилетнего 
возраста, но не достигшим восемнадцатилетнего возраста, предоставляется 
допуск к служебной тайне. Проверочные мероприятия в отношении 
граждан в связи с предоставлением им допуска к государственным 
секретам проводятся органами, осуществляющими разведывательную, 
контрразведывательную и оперативно-розыскную деятельность, в 
пределах их компетенции. 
Основанием допуска к государственным секретам является: 
гражданам Республики Беларусь, постоянно проживающим в 
Республике Беларусь, являющимся работниками государственных органов 
и иных организаций, осуществляющих деятельность с использованием 
государственных секретов, - решение руководителей государственных 
органов и иных организаций, принимаемых ими с учетом обязанностей, 
исполняемых работниками по месту работы (службы); 
гражданам Республики Беларусь, постоянно проживающим в 
Республике Беларусь, не являющимся работниками государственных 
органов и иных организаций, осуществляющих деятельность с 
использованием государственных секретов, - решение руководителей 
государственных органов и иных организаций о привлечении их к 
проведению работ с использованием государственных секретов; 
гражданам Республики Беларусь в связи с избранием (назначением) 
на должность, - решение об избрании (назначении) их на соответствующие 
должности, о признании их полномочий; 
участникам уголовного, гражданского, хозяйственного, 
административного процесса, не имеющим допуска к государственным 
секретам, - решение органов, ведущих соответственно уголовный, 
гражданский, хозяйственный или административный процесс; 
иностранным гражданам и лицам без гражданства, а также 
гражданам Республики Беларусь, постоянно проживающим за пределами 
Республики Беларусь (за исключением граждан, являющихся 
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представителями иностранных государств, международных организаций, 
межгосударственных образований, участвующих в реализации 
заключенных договоров (контрактов), предусматривающих использование 
государственных секретов), - решение об использовании в интересах 
Республики Беларусь их профессиональных навыков и квалификации, 
принимаемых с учетом заключения уполномоченного государственного 
органа по защите государственных секретов о предоставлении им допуска 
к государственным секретам; 
гражданам, оказывающим на конфиденциальной основе содействие 
органам, осуществляющим разведывательную, контрразведывательную и 
оперативно-розыскную деятельность, а также гражданам Республики 
Беларусь, являющимся штатными негласными сотрудниками указанных 
органов, - решение, принимаемых органами, осуществляющими 
разведывательную, контрразведывательную и оперативно-розыскную 
деятельность. 
В зависимости от степени секретности устанавливаются три формы 
допуска к государственным секретам: 
форма № 1 - форма допуска к государственной тайне, имеющей 
степень секретности "Особой важности"; 
форма № 2 - форма допуска к государственной тайне, имеющей 
степень секретности "Совершенно секретно"; 
форма № 3 - форма допуска к служебной тайне, имеющей степень 
секретности "Секретно". 
Основаниями для отказа в предоставлении гражданину допуска к 
государственным секретам являются: 
невыполнение условий предоставления допуска к государственным 
секретам; 
признание судом гражданина недееспособным; 
наличие у гражданина заболевания, препятствующего работе с 
государственными секретами, согласно перечню, утвержденному 
Министерством здравоохранения Республики Беларусь. 
В предоставлении гражданину допуска к государственным секретам 
может быть отказано при: 
возбуждении в отношении этого гражданина уголовного дела либо 
привлечении его в качестве подозреваемого или обвиняемого по 
уголовному делу, возбужденному в отношении других граждан, либо по 
факту совершения преступления; 
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наличии в уголовном, гражданском, хозяйственном или 
административном процессе дела, связанного с нарушением этим 
гражданином законодательства Республики Беларусь о государственных 
секретах; 
наличии у гражданина неснятой или непогашенной судимости за 
совершение умышленного преступления; 
оформлении гражданином документов для постоянного проживания 
за пределами Республики Беларусь; 
представлении гражданином заведомо ложных его персональных 
данных. 
Решение об отказе в предоставлении гражданам допуска к 
государственным секретам может быть обжаловано в вышестоящий 
государственный орган (вышестоящую организацию) и (или) в суд. 
Допуск к государственным секретам граждан прекращается в случае: 
прекращения гражданами трудовых отношений с государственными 
органами и иными организациями, осуществляющими деятельность с 
использованием государственных секретов; 
завершения участия граждан в проведении работ с использованием 
государственных секретов либо прекращения проведения таких работ; 
прекращения полномочий граждан Республики Беларусь в связи с 
избранием (назначением) на должность; 
завершения участия граждан в уголовном, гражданском, 
хозяйственном или административном процессе, которым допуск к 
государственным секретам был предоставлен по решению органа, 
ведущего уголовный, гражданский, хозяйственный или административный 
процесс; 
завершения использования в интересах Республики Беларусь 
профессиональных навыков и квалификации граждан; 
завершения оказания гражданами на конфиденциальной основе 
содействия органам, осуществляющим разведывательную, 
контрразведывательную и оперативно-розыскную деятельность, или 
исполнения обязанностей штатного негласного сотрудника указанных 
органов; 
исключения из обязанностей, исполняемых гражданами по месту 
работы (службы) либо в ходе проведения работ с использованием 
государственных секретов, осуществления деятельности с использованием 
государственных секретов; 
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внесения органом государственной безопасности в государственные 
органы и иные организации, осуществляющие деятельность с 
использованием государственных секретов, предписаний о прекращении 
допуска к государственным секретам граждан. 
Прекращение допуска к государственным секретам граждан не 
освобождает их от соблюдения законодательства Республики Беларусь о 
государственных секретах, в том числе от возможного временного 
ограничения их права на выезд из Республики Беларусь, если они 
осведомлены о государственной тайне. 
Решение о прекращении допуска к государственным секретам 
принимается в соответствии с настоящим Законом и другими актами 
законодательства Республики Беларусь и может быть обжаловано в 
вышестоящий государственный орган (вышестоящую организацию) и 
(или) в суд. 
Доступ к государственным секретам осуществляется гражданами на 
основании предоставленного им допуска к государственным секретам 
после их ознакомления в необходимом объеме с законодательством 
Республики Беларусь о государственных секретах. Руководители 
государственных органов и иных организаций, осуществляющих 
деятельность с использованием государственных секретов, создают 
условия для осуществления гражданами доступа к государственным 
секретам, при которых граждане будут иметь доступ только к тем 
государственным секретам и в таком объеме, которые необходимы им для 
исполнения их обязанностей. Доступ к государственным секретам, 
имеющим степени секретности "Особой важности", "Совершенно 
секретно" и "Секретно", осуществляется при наличии допуска к 
государственным секретам формы № 1. Доступ к государственным 
секретам, имеющим степени секретности "Совершенно секретно" и 
"Секретно", осуществляется при наличии допуска к государственным 
секретам формы № 2. Доступ к государственным секретам, имеющим 
степень секретности "Секретно", осуществляется при наличии допуска к 
государственным секретам формы № 3. 
Доступ к государственным секретам осуществляется: 
гражданами Республики Беларусь, постоянно проживающими в 
Республике Беларусь, - в период исполнения ими обязанностей по месту 
работы (службы) либо в связи с привлечением их к проведению работ с 
использованием государственных секретов; 
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гражданами Республики Беларусь в связи с избранием (назначением) 
на должность, - в период осуществления ими полномочий в связи с 
избранием (назначением) их на соответствующие должности; 
участниками уголовного, гражданского, хозяйственного или 
административного процесса - в соответствии с процессуальным 
законодательством Республики Беларусь; 
иностранными гражданами и лицами без гражданства, а также 
гражданами Республики Беларусь, постоянно проживающими за 
пределами Республики Беларусь (за исключением граждан, являющихся 
представителями иностранных государств, международных организаций, 
межгосударственных образований, участвующих в реализации 
заключенных договоров (контрактов), предусматривающих использование 
государственных секретов), - в период использования в интересах 
Республики Беларусь их профессиональных навыков и квалификации; 
гражданами, являющимися представителями иностранных 
государств, международных организаций, межгосударственных 
образований, участвующими в реализации заключенных договоров 
(контрактов), предусматривающих использование государственных 
секретов, при наличии международных договоров Республики Беларусь о 
защите государственных секретов и по согласованию с уполномоченным 
государственным органом по защите государственных секретов - в период 
их участия в реализации заключенных договоров (контрактов), 
предусматривающих использование государственных секретов; 
гражданами, оказывающими на конфиденциальной основе 
содействие органам, осуществляющим разведывательную, 
контрразведывательную и оперативно-розыскную деятельность, а также 
гражданами Республики Беларусь, являющимися штатными негласными 
сотрудниками указанных органов, - в период оказания ими содействия на 
конфиденциальной основе или исполнения обязанностей штатного 
негласного сотрудника этих органов. 
Граждане временно ограничиваются в праве на неприкосновенность 
личной жизни в период проведения в отношении их проверочных 
мероприятий в связи с предоставлением им допуска к государственным 
секретам. Граждане, осведомленные о государственной тайне, могут быть 
временно ограничены в праве на выезд из Республики Беларусь в 
соответствии с законодательными актами Республики Беларусь. 
Гражданам, осуществляющим либо осуществлявшим доступ к 
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государственным секретам, устанавливаются надбавки к тарифным 
ставкам (окладам) на период их доступа к государственным секретам в 
зависимости от степени секретности, а также компенсационные выплаты 
на период действия временного ограничения их права на выезд из 
Республики Беларусь, если они осведомлены о государственной тайне. 
Работникам подразделений по защите государственных секретов в 
государственных органах и иных организациях, осуществляющих 
деятельность с использованием государственных секретов, дополнительно 
к установленным частью первой настоящей статьи надбавкам и 
компенсационным выплатам устанавливаются за стаж работы в указанных 
подразделениях надбавки к тарифным ставкам (окладам). 
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Д.А.Плетенев 
Правовое регулирование информационных отношений в 
области коммерческой тайны 
 
Информационные правоотношения, возникающие при обращении 
информации, составляющей коммерческую тайну.Основой развития 
любого общества, в том числе и современного белорусского, является 
стремление к обладанию новыми знаниями, к их приращению. Вместе с 
тем, прирост знания невозможен без сохранения уже имеющегося 
интеллектуального потенциала, без его рационального использования. 
Научно-технический прогресс оказывает непосредственное влияние на 
рост экономических показателей, определяет темпы развития общества в 
целом. Именно ввиду этого многие мировые державы уже сегодня 
определили двадцать первый век веком интеллектуальной собственности и 
информации. Лишь то государство, которое обеспечивает надежную 
правовую защиту технологических процессов, организационных приемов 
и секретов производства на всех уровнях правового регулирования 
способно на равных конкурировать в экономической сфере на мировом 
рынке, а также обеспечивать выпуск конкурентоспособной продукции на 
внутренних рынках. Коммерческая тайна в таком понимании является 
одним из правовых механизмов защиты интеллектуальной собственности. 
Основой правового регулирования информационных отношений, 
возникающих при обращении информации, составляющей коммерческую 
тайну является Конституция Республики Беларусь, Гражданский кодекс 
Республики Беларусь, Закон Республики Беларусь "О коммерческой тайне" 
от 05 января 2013 года № 16-З, а также международные договоры 
Республики Беларусь. 
Информационные правоотношения, возникающие при обращении 
информации, составляющей коммерческую тайну включают в себя 
отношения, возникающие в связи с установлением, изменением и отменой 
режима коммерческой тайны, а также в связи с правовой охраной 
коммерческой тайны. Действующее законодательство установило 
приоритет отношений, связанных с государственными секретами, над 
отношениями, опосредующими обращение информации, составляющей 
коммерческую тайну, в связи с чем исключает из сферы действия 
законодательства о коммерческой тайне отношения, связанные с 
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государственными секретами. 
Статьи 5 и 6 Закона Республики Беларусь "О коммерческой тайне", 
статья 140 Гражданского кодекса Республики Беларусь определяют 
сведения, которые могут быть отнесены к коммерческой тайне и, 
соответственно, быть объектом информационных правоотношений в 
данной области. Режим коммерческой тайны может устанавливаться в 
отношении сведений, которые одновременно не являются 
общеизвестными или легкодоступными третьим лицам в тех кругах, 
которые обычно имеют дело с подобного рода сведениями, а также имеют 
коммерческую ценность для их обладателя в силу неизвестности третьим 
лицам, то есть обладание ими позволяет лицу при существующих или 
возможных обстоятельствах увеличить доходы, сократить расходы, 
сохранить положение на рынке товаров, работ или услуг либо получить 
иную коммерческую выгоду. В то же время из числа сведений, в 
отношении которых может быть установлен режим коммерческой тайны 
следует исключить информацию, являющуюся объектом исключительных 
прав на результаты интеллектуальной деятельности, отнесенную в 
установленном порядке к государственным секретам, содержащуюся в 
учредительных документах юридического лица, а также внесенную в 
Единый государственный регистр юридических лиц и индивидуальных 
предпринимателей, содержащуюся в документах, дающих право на 
осуществление предпринимательской деятельности, являющуюся 
врачебной, адвокатской, банковской, налоговой или иной охраняемой 
законом тайной, информацией о недвижимом имуществе, правах и 
ограничениях (обременениях) прав на недвижимое имущество, 
содержащейся в едином государственном регистре недвижимого 
имущества, прав на него и сделок с ним, информацией о составе 
имущества государственных юридических лиц и юридических лиц, акции 
(доли в уставных фондах) которых принадлежат государству, 
информацией об использовании средств республиканского и (или) 
местных бюджетов, информацией о состоянии окружающей среды, 
противопожарной безопасности, санитарно-эпидемиологической и 
радиационной обстановке, безопасности пищевых продуктов и других 
факторах, оказывающих или способных оказать негативное воздействие на 
обеспечение безопасного функционирования производственных объектов, 
безопасности каждого гражданина и населения в целом, информацией о 
подлежащих уплате суммах налогов, сборов (пошлин) и других 
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обязательных платежей, информацией о численности и составе 
работников, об условиях и охране труда, о показателях производственного 
травматизма и профессиональной заболеваемости, а также о наличии 
свободных рабочих мест (вакансий), информацией о задолженности 
нанимателей по выплате заработной платы и по социальным выплатам, 
информацией о нарушениях законодательства и фактах привлечения к 
ответственности за совершение этих нарушений, информацией об 
условиях аукционов (конкурсов) по продаже объектов приватизации и 
конкурсов по передаче принадлежащих Республике Беларусь или ее 
административно-территориальной единице акций открытых акционерных 
обществ в доверительное управление, в том числе с правом выкупа части 
этих акций по результатам доверительного управления, а также о 
проданных объектах приватизации, об условиях их продажи и о 
покупателях, информацией о финансовом состоянии лица, 
предоставляемой в соответствии с требованиями законодательства об 
экономической несостоятельности (банкротстве). 
К объектам отношений в области коммерческой тайны следует 
отнести и сведения, составляющие секрет производства (ноу-хау). 
Указанные сведения охраняются в режиме коммерческой тайны в случае 
когда они соответствуют требованиям, предъявляемым к сведениям, 
составляющим коммерческую тайну. Для отнесения секретов производства 
к коммерческой тайне не требуется в отношении таких сведений 
проведение регистрации, получения свидетельства или совершения иных 
формальностей. 
Субъекты информационных отношений в области коммерческой 
тайны. Субъекты информационных отношений в области коммерческой 
тайны является физической или юридическое лицо, участвующее в 
общественных отношениях, возникающих в связи с установлением, 
изменением и отменой режима коммерческой тайны, а также в связи с 
правовой охраной коммерческой тайны. 
Субъекты информационных отношений в области коммерческой 
тайны могут быть разделены на три категории: владельцы коммерческой 
тайны, обязанные лица, третьи лица. 
Владелец коммерческой тайны - юридическое или физическое лицо, 
в том числе индивидуальный предприниматель, а также государственный 
орган, иностранная организация, не являющаяся юридическим лицом, 
правомерно обладающие сведениями, в отношении которых установлен 
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режим коммерческой тайны. Сведения, составляющие коммерческую 
тайну не могут составлять коммерческую тайну других лиц.  
В соответствии с действующим законодательством владелец 
коммерческой тайны вправе: изменять или отменять режим коммерческой 
тайны, изменять состав сведений, составляющих коммерческую тайну, 
использовать сведения, составляющие коммерческую тайну, разрешать 
или запрещать доступ других лиц к коммерческой тайне, изменять порядок 
и условия доступа к ней, распоряжаться сведениями, составляющими 
коммерческую тайну, применять предусмотренные гражданским 
законодательством способы защиты от действий (бездействия) лиц, 
нарушающих режим коммерческой тайны или создающих угрозу такого 
нарушения, передать все или часть сведений, составляющих 
коммерческую тайну, другому лицу по договору, обязательным условием 
которого является обеспечение конфиденциальности передаваемых 
сведений, требовать от лиц, в том числе от государственных органов, 
получивших доступ к коммерческой тайне, исполнения обязательств по 
соблюдению конфиденциальности сведений, составляющих коммерческую 
тайну, требовать от лиц, получивших возможность ознакомления со 
сведениями, составляющими коммерческую тайну, в результате 
случайности либо действий других лиц, которые не имели права 
предоставлять доступ к коммерческой тайне, соблюдения 
конфиденциальности этих сведений, совершать иные действия для 
обеспечения конфиденциальности сведений, составляющих коммерческую 
тайну. В том случае, когда владельцем коммерческой тайной является 
наниматель он также вправе определить работников, с которыми 
необходимо заключить обязательство о неразглашении коммерческой 
тайны. Обязанности владельца коммерческой тайны: поддерживать 
установленный им режим коммерческой тайны, принимать меры, 
необходимые и достаточные для обеспечения конфиденциальности 
сведений, составляющих коммерческую тайну, ознакомить работников, 
которым доступ к коммерческой тайне необходим для выполнения 
трудовых (служебных) обязанностей, с категориями сведений, 
составляющих коммерческую тайну нанимателя, и (или) сведений, 
составляющих коммерческую тайну третьих лиц, к которым наниматель 
получил доступ (без раскрытия содержания этих сведений), ознакомить 
работников, получающих доступ к коммерческой тайне, с установленным 
им режимом коммерческой тайны и мерами ответственности за его 
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нарушение, а также за разглашение сведений, составляющих 
коммерческую тайну нанимателя, и (или) сведений, составляющих 
коммерческую тайну третьих лиц, к которым наниматель получил доступ, 
создать работникам необходимые условия для соблюдения установленного 
им режима коммерческой тайны. 
Обязанные лица получают доступ к коммерческой тайне на законном 
основании. К их числу следует отнести контрагентов и работников. 
Указанные лица обязаны: соблюдать установленный режим коммерческой 
тайны, не разглашать сведения, составляющие коммерческую тайну 
нанимателя, и (или) сведения, составляющие коммерческую тайну третьих 
лиц, к которым наниматель получил доступ, и не использовать сведения, 
составляющие коммерческую тайну, в целях, не связанных с выполнением 
трудовых (служебных) обязанностей, незамедлительно сообщать 
нанимателю о допущенных ими либо ставших известными им фактах 
незаконного ознакомления со сведениями, составляющими коммерческую 
тайну нанимателя, и (или) сведениями, составляющими коммерческую 
тайну третьих лиц, к которым наниматель получил доступ, фактах 
незаконного использования этих сведений, фактах разглашения или угрозы 
разглашения сведений, составляющих коммерческую тайну нанимателя, и 
(или) сведений, составляющих коммерческую тайну третьих лиц, к 
которым наниматель получил доступ, а также о требованиях доступа к 
коммерческой тайне со стороны государственных органов и иных лиц, 
подписать по требованию нанимателя обязательство о неразглашении 
коммерческой тайны, передать нанимателю при прекращении трудового 
договора (контракта) находящиеся у них носители коммерческой тайны. 
Третьими лицами, являющимися субъектами отношений в области 
коммерческой тайны, следует считать юридических и физических лиц, 
ознакомившихся со сведениями, составляющими коммерческую тайну, на 
иных (недоговорных либо незаконных) основаниях. К их числу относятся 
добросовестные приобретатели сведений, составляющих коммерческую 
тайну, и недобросовестные приобретатели сведений, составляющих 
коммерческую тайну. Недобросовестные приобретатели обязаны 
прекратить незаконное использование сведений, составляющих 
коммерческую тайну, и возместить причиненный ущерб, включая 
упущенную выгоду. Добросовестный приобретатель (лицо, 
ознакомившееся со сведениями, составляющими коммерческую тайну, в 
результате случайности либо действий другого лица, которое не имело 
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права предоставлять доступ к коммерческой тайне, о чем лицо, 
ознакомившееся с такими сведениями, не знало и не должно было знать) 
по требованию владельца коммерческой тайны обязан принять 
необходимые меры по обеспечению конфиденциальности таких сведений, 
в том числе заключить с владельцем коммерческой тайны гражданско-
правовой договор, предусматривающий обязательства по обеспечению 
конфиденциальности сведений, составляющих коммерческую тайну. При 
этом добросовестный приобретатель сведений, составляющих 
коммерческую тайну, вправе требовать от владельца коммерческой тайны 
возмещения издержек, связанных с принятием таких мер. 
Правовой режим коммерческой тайны. Правовой режим 
коммерческой тайны представляет собой совокупность правовых, 
организационных, технических и иных меры, предпринимаемых в целях 
обеспечения конфиденциальности сведений, составляющих коммерческую 
тайну. Право на установление правового режима коммерческой тайны 
принадлежит лицу, правомерно обладающему такими сведениями. 
Обладание сведениями является неправомерным в случае получения их в 
результате незаконного ознакомления со сведениями, составляющими 
коммерческую тайну другого лица, в том числе при получении сведений от 
третьих лиц, если получившее эти сведения лицо знало или должно было 
знать, что они составляют коммерческую тайну другого лица и что лицо, 
разглашающее такие сведения, не имеет на это законного основания. 
Режим коммерческой тайны включает в себя следующие меры: 
ограничение доступа к коммерческой тайне путем установления порядка 
обращения с носителями коммерческой тайны, а также контроля за 
соблюдением такого порядка, учет лиц, получивших доступ к 
коммерческой тайне, регулирование отношений, связанных с доступом 
работников к коммерческой тайне, на основании трудового договора 
(контракта), а также на основании обязательства о неразглашении 
коммерческой тайны, дополнительно заключаемого по требованию 
нанимателя с работником, получающим доступ к коммерческой тайне, 
регулирование отношений, связанных с доступом контрагентов к 
коммерческой тайне, на основании гражданско-правового договора, 
определение работников, ответственных за принятие мер по обеспечению 
конфиденциальности сведений, составляющих коммерческую тайну. 
Наряду с указанными мерами владелец коммерческой тайны вправе 
применять не запрещенные законодательством технические средства и 
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методы защиты информации, а также другие меры, не противоречащие 
законодательству. Владелец коммерческой тайны может на носителях 
коммерческой тайны применять гриф "Коммерческая тайна" с указанием 
владельца коммерческой тайны (для юридических лиц - полное 
наименование и место нахождения, для физических лиц - фамилия, 
собственное имя, отчество (если таковое имеется) гражданина и место его 
жительства). Контрагент имеет право устанавливать режим коммерческой 
тайны в отношении сведений, к которым он получил доступ, в пределах, 
определенных гражданско-правовым договором, заключенным с 
владельцем коммерческой тайны. 
Режим коммерческой тайны считается установленным после 
определения состава сведений, подлежащих охране в режиме 
коммерческой тайны, и принятия лицом, правомерно обладающим такими 
сведениями, совокупности мер, необходимых для обеспечения их 
конфиденциальности. 
Владелец коммерческой тайны имеет право, не нарушая 
обязательств, принятых по заключенным им договорам, изменять или 
отменять режим коммерческой тайны, в том числе в отношении отдельных 
сведений, составляющих коммерческую тайну. 
Если иное не определено соглашением сторон, владелец 
коммерческой тайны в срок, определенный гражданско-правовым 
договором с контрагентом, обязательством о неразглашении коммерческой 
тайны, обязан в письменной форме уведомить контрагентов, работников, в 
том числе бывших работников, в отношении которых действует 
обязательство о неразглашении коммерческой тайны, о затрагивающих их 
права и законные интересы изменении или отмене режима коммерческой 
тайны в целом либо в отношении отдельных сведений, составляющих 
коммерческую тайну. 
Реорганизация юридического лица, а также прекращение 
деятельности индивидуального предпринимателя не являются основанием 
для прекращения правовой охраны коммерческой тайны. При ликвидации 
юридического лица собственник имущества (учредители, участники, 
другие уполномоченные в соответствии с законодательными актами лица) 
вправе решить вопрос о порядке дальнейшего сохранения и использования 
сведений, составляющих коммерческую тайну, и о последствиях принятия 
такого решения для лиц, получивших доступ к коммерческой тайне до 
ликвидации юридического лица. 
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Работник имеет право обжаловать в судебном порядке принятие или 
изменение нанимателем отдельных мер по обеспечению 
конфиденциальности сведений, составляющих коммерческую тайну, 
ограничивающих его права. 
Доступ к коммерческой тайне предоставляется с согласия ее 
владельца, за исключением случаев, предусмотренных действующим 
законодательством, а именно по требованию: суда - по находящимся в его 
производстве уголовным и гражданским делам, делам, отнесенным к 
подведомственности хозяйственного суда, и делам об административных 
правонарушениях, а также по находящимся у него на исполнении 
исполнительным документам; прокурора или его заместителя; органов 
дознания и предварительного следствия - по находящимся в их 
производстве материалам и уголовным делам; органов, осуществляющих 
оперативно-розыскную деятельность; органов Комитета государственного 
контроля Республики Беларусь; налоговых и таможенных органов; 
антимонопольных органов; иных государственных органов и иных лиц, 
определенных законодательными актами. Требование о предоставлении 
доступа к коммерческой тайне должно быть оформлено в письменной 
форме, подписано уполномоченным лицом и должно содержать цель, 
правовое основание для ознакомления со сведениями, составляющими 
коммерческую тайну, и срок их предоставления. При предъявлении 
требования о предоставлении доступа к коммерческой тайне к лицу, не 
являющемуся ее владельцем, такое лицо, отказывает в предоставлении 
сведений, составляющих коммерческую тайну, ограничившись 
предоставлением информации о владельце этой коммерческой тайны. 
Государственные органы и иные лица, получившие в соответствии с их 
требованием доступ к коммерческой тайне, обязаны создать условия, 
обеспечивающие соблюдение конфиденциальности сведений, 
составляющих коммерческую тайну. Судебное постановление об 
установлении пределов ознакомления с материалами дела принимается на 
основании ходатайства лица, предоставившего суду носители 
коммерческой тайны. 
Охрана коммерческой тайны. Действующее законодательство 
Республики Беларусь выделяет организационные и правовые механизмы 
охраны коммерческой тайны в информационных отношениях. К числу 
организационных способов охраны коммерческой тайны принято 
относить: соглашение о конфиденциальности с контрагентом (включение 
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соглашения о конфиденциальности в договор) и обязательство о 
неразглашении коммерческой тайны. Правовые способы охраны 
коммерческой тайны включают: меры уголовной, административной и 
дисциплинарной ответственности за действия (бездействие), повлекшие 
незаконное ознакомление со сведениями, составляющими коммерческую 
тайну, или за незаконное использование этих сведений, а также за 
разглашение коммерческой тайны физическими и юридическими лицами, 
государственными органами, либо их должностными лицами; требование о 
прекращении противоправных действий; требование о возмещении 
убытков. 
Соглашение о конфиденциальности с контрагентом как способ 
охраны сведений, составляющих коммерческую тайну, предполагает 
достижение до заключения гражданско-правового договора соглашения в 
виде отдельно оформленного документа или раздела (главы, пункта) в 
договоре, которое определяет перечень информации не подлежащей 
разглашению и обязанность обеспечить ее конфиденциальность. 
Соглашение о конфиденциальности может быть заключено независимо от 
вида договора и относимости сведений, составляющих коммерческую 
тайну, к предмету договора. Соглашение о конфиденциальности или 
условие конфиденциальности в договоре должно быть оформлено 
письменно с указанием: сведений, которые составляют коммерческую 
тайну либо порядок их определения, пределы использования сведений, 
срок, в течение которого контрагент обязан обеспечить 
конфиденциальность сведений. С момента заключения соглашения или 
включения условия в договор контрагент приобретает обязанность по 
охране коммерческой тайны и право на защиту в отношении третьих лиц 
наравне с ее владельцем. Контрагент самостоятельно определяет 
необходимые способы обеспечения конфиденциальности сведений, 
составляющих коммерческую тайну, к которым он получил доступ. 
Наряду с обязанностью обеспечить сохранность сведений, составляющих 
коммерческую тайну, контрагент должен немедленно проинформировать 
владельца информации о факте незаконного ознакомления, использования, 
разглашения или угрозы разглашения конфиденциальной информации, а 
также о требованиях доступа к коммерческой тайне со стороны 
государственных органов и иных лиц. Срок в течение которого 
переданные сведения являются конфиденциальными не может быть 
изменен иначе чем по соглашению сторон. Расторжение и отказ от 
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договора, признание гражданско-правового договора недействительным не 
влечет за собой недействительности его части, содержащей обязательства 
по обеспечению конфиденциальности сведений, составляющих 
коммерческую тайну. 
Обязательство о неразглашении коммерческой тайны как способ 
охраны сведений, составляющих коммерческую тайну, заключается в 
письменной форме между нанимателем-владельцем коммерческой тайны и 
работником. Обязательство о неразглашении коммерческой тайны может 
обеспечивать сохранность коммерческой тайны как самого нанимателя, 
так и иных лиц, передавших конфиденциальные сведения нанимателю. 
Письменный текст обязательства должен содержать порядок доступа 
работника к сведениям, составляющим коммерческую тайну, права и 
обязанности сторон, связанные с соблюдением конфиденциальности 
сведений, срок действия обязательства, обязанность и ответственность за 
ее неисполнение (ненадлежащее исполнение) в письменной форме 
уведомить работников, включая бывших, в отношении которых действует 
обязательство о неразглашении коммерческой тайны, о затрагивающих их 
права и законные интересы изменении или отмене режима коммерческой 
тайны в целом либо в отношении отдельных сведений, составляющих 
коммерческую тайну. В текст обязательства может быть включено условие 
о выплате работнику вознаграждения за выполнение обязательств, 
связанных с соблюдением режима коммерческой тайны, а также условие 
об ответственности работника за его нарушение. Работники, имеющие 
доступ к коммерческой тайне, определяются нанимателем. При этом 
наниматель вправе определить как персонально работника с которым 
будет заключено обязательство о неразглашении коммерческой тайны, так 
и вправе определить категории должностей, поступление на которые 
предполагает доступ к коммерческой тайне и, следовательно, заключение 
обязательства о неразглашении коммерческой тайны. Отказ работника 
подписать обязательство о неразглашении коммерческой тайны является 
основанием для прекращения трудового договора (контракта) по пункту 
шестому статьи 47 Трудового кодекса Республики Беларусь. Работник, 
подписавшие обязательство о неразглашении коммерческой тайны и 
обладающий сведениям, составляющим коммерческую тайну, обязан 
соблюдать конфиденциальность таких сведений в течение срока действия 
обязательства вне зависимости от нахождения с нанимателем в трудовых 
отношениях. После прекращения трудового договора (контракта) с 
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нанимателем обязанность хранить конфиденциальные сведения 
сохраняется до окончания срока действия обязательства о неразглашении 
коммерческой тайны, либо до момента отмены режима коммерческой 
тайны в отношении сведений, составляющих коммерческую тайну, к 
которым работник имел доступ, если этот момент наступит ранее. 
Требование о прекращении противоправных действий как способ 
охраны сведений, составляющих коммерческую тайну, заключается в 
письменном обращении к лицу, чьи действия (бездействие) нарушают 
права или создают угрозу нарушения прав владельца конфиденциальных 
сведений прекратить действия, связанные с незаконным ознакомлением со 
сведениями, составляющими коммерческую тайну, или с незаконным 
использованием этих сведений, а также с разглашением коммерческой 
тайны. 
Требование о возмещении убытков как способ охраны сведений, 
составляющих коммерческую тайну, предполагает право владельца 
конфиденциальных сведений требовать возмещения убытков, включая 
упущенную выгоду, от контрагента не обеспечившего в соответствии с 
условиями гражданско-правового договора конфиденциальность сведений, 
составляющих коммерческую тайну. Требование может быть предъявлено 
в результате незаконного ознакомления со сведениями, составляющими 
коммерческую тайну, или незаконного использования этих сведений, а 
также разглашения коммерческой тайны. Требование о возмещении 
убытков не может быть заявлено в случае, если условия договора 
исключают предъявление такого требования. 
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Д.А.Плетенев 
Правовое регулирование информационных отношений в 
области персональных данных 
 
Информационные правоотношения, возникающие при обращении 
персональных данных.К числу общественных отношений, опосредующих 
правовое регулирование персональных данных относятся отношения, 
возникающие при осуществлении деятельности по внесению 
персональных данных физических лиц в регистр населения, их 
актуализации, исключению, хранению, восстановлению, предоставлению, 
использованию и защите. Вопрос об отнесении данных организаций к 
числу персональных данных в настоящее время не нашел широкого 
признания среди белорусских ученых. 
В соответствии с действующим законодательством к персональным 
данным относятся: основные персональные данные, дополнительные 
персональные данные,  данные о реквизитах документов, 
подтверждающих основные и дополнительные персональные данные. 
К основным персональным данным относятся: идентификационный 
номер; фамилия, собственное имя, отчество; пол; число, месяц, год 
рождения; место рождения; цифровой фотопортрет; данные о гражданстве 
(подданстве); данные о регистрации по месту жительства и (или) месту 
пребывания; данные о смерти или объявлении физического лица умершим, 
признании безвестно отсутствующим, недееспособным, ограниченно 
дееспособным. 
Данными о гражданстве (подданстве) являются: гражданство 
(подданство); основания приобретения или прекращения гражданства 
Республики Беларусь; дата приобретения или прекращения гражданства 
Республики Беларусь. 
Данными о регистрации по месту жительства и (или) месту 
пребывания являются: место жительства и (или) место пребывания; дата 
регистрации по месту жительства и (или) месту пребывания; дата снятия с 
регистрационного учета по месту жительства и (или) месту пребывания. 
Данными о смерти или объявлении физического лица умершим, 
признании безвестно отсутствующим, недееспособным, ограниченно 
дееспособным являются: дата, место и причина смерти, место 
захоронения; дата объявления физического лица умершим, признания 
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безвестно отсутствующим, дата отмены соответствующего решения; дата 
признания физического лица недееспособным, ограниченно 
дееспособным, дата отмены соответствующего решения; дата 
установления опеки, попечительства; дата прекращения опеки, 
попечительства; дата отстранения опекунов, попечителей от выполнения 
их обязанностей. 
К дополнительным персональным данным относятся данные: о 
родителях, опекунах, попечителях, семейном положении, супруге, ребенке 
(детях) физического лица; о группе крови; о высшем образовании, ученой 
степени, ученом звании; о роде занятий; о пенсии, ежемесячном денежном 
содержании по законодательству о государственной службе (далее - 
ежемесячное денежное содержание), ежемесячной страховой выплате по 
обязательному страхованию от несчастных случаев на производстве и 
профессиональных заболеваний; о налоговых обязательствах; об 
исполнении воинской обязанности. 
Данными о родителях, опекунах, попечителях, семейном положении, 
супруге, ребенке (детях) физического лица являются: фамилия, 
собственное имя, отчество, гражданство (подданство), дата, место 
рождения и идентификационный номер отца; фамилия, собственное имя, 
отчество, гражданство (подданство), дата, место рождения и 
идентификационный номер матери; фамилия, собственное имя, отчество, 
гражданство (подданство), дата, место рождения и идентификационный 
номер опекуна, попечителя; дата и место регистрации заключения брака, 
расторжения брака, признания брака недействительным; фамилия, 
собственное имя, отчество, гражданство (подданство), дата, место 
рождения и идентификационный номер супруга (супруги); фамилия, 
собственное имя, отчество, гражданство (подданство), дата, место 
рождения и идентификационный номер ребенка (детей); дата лишения 
родительских прав, восстановления в родительских правах. 
Данными о высшем образовании и ученой степени, ученом звании 
являются: наименование высшего учебного заведения; дата зачисления в 
высшее учебное заведение; дата окончания высшего учебного заведения; 
полученная специальность; ученая степень, ученое звание; дата 
присуждения ученой степени, присвоения ученого звания. 
Данными о роде занятий являются: статус работающего, 
безработного, неработающего; место работы; дата трудоустройства, 
постановки на учет в качестве безработного; дата увольнения, снятия с 
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учета в качестве безработного; сведения о том, является ли физическое 
лицо учредителем (участником, собственником имущества) юридического 
лица (за исключением открытых акционерных обществ, товариществ 
собственников, потребительских кооперативов, садоводческих 
товариществ, торгово-промышленных палат), индивидуальным 
предпринимателем. 
Данными о пенсии, ежемесячном денежном содержании, 
ежемесячной страховой выплате по обязательному страхованию от 
несчастных случаев на производстве и профессиональных заболеваний 
являются: вид пенсии; дата назначения, прекращения выплаты пенсии, 
ежемесячного денежного содержания, ежемесячной страховой выплаты по 
обязательному страхованию от несчастных случаев на производстве и 
профессиональных заболеваний. 
Данными о налоговых обязательствах являются: дата постановки на 
учет в налоговом органе; учетный номер плательщика; наличие 
задолженности по налоговым обязательствам. 
Данными об исполнении воинской обязанности являются: дата 
приема на воинский учет; дата снятия (исключения) с воинского учета. 
Вместе с основными персональными данными и дополнительными 
персональными данными в записи в регистре содержатся данные о 
реквизитах документов, подтверждающих указанные персональные 
данные: название документа; серия; номер; дата выдачи (принятия); срок 
действия; наименование организации, выдавшей (принявшей) документ. 
Каждому учетному лицу присваивается идентификационный номер. 
Он формируется в централизованном порядке по специальной методике, 
определенной Министерством внутренних дел Республики Беларусь. 
Идентификационный номер остается неизменным на протяжении всего 
периода существования записи в регистре, за исключением случаев 
изменения даты рождения, пола физического лица, ошибочно 
генерированного идентификационного номера. Идентификационный 
номер указывается в документах, удостоверяющих личность физического 
лица. 
Ведение регистра персональных данных осуществляется с учетом 
основополагающих принципов: 
законности; 
соблюдения прав и свобод человека; 
единичности регистрации; 
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применения единого уникального формата записей при внесении 
персональных данных в регистр и предоставлении персональных данных 
из регистра; 
непрерывности ведения регистра; 
полноты, достоверности и актуальности содержащихся в регистре 
персональных данных; 
обеспечения защиты персональных данных, содержащихся в 
регистре; 
контроля за ведением регистра и использованием персональных 
данных, содержащихся в регистре. 
Субъекты информационных отношений в области персональных 
данных.Закон Республики Беларусь "О регистре населения" определяет 
органы государственного управления, осуществляющие формирование, 
актуализацию и исключение персональных данных. 
Персональные данные вносятся: 
Министерством внутренних дел Республики Беларусь: 
идентификационный номер; фамилия, собственное имя, отчество; пол; 
дата рождения; место рождения; цифровой фотопортрет; о гражданстве 
(подданстве); о регистрации по месту жительства и (или) месту 
пребывания; о пенсиях физических лиц, пенсионное обеспечение которых 
осуществляется этим Министерством в соответствии с законодательством 
Республики Беларусь; 
Фондом социальной защиты населения Министерства труда и 
социальной защиты Республики Беларусь: место работы; дата 
трудоустройства; дата увольнения; 
Министерством юстиции Республики Беларусь - о том, является ли 
физическое лицо учредителем (участником, собственником имущества) 
юридического лица (за исключением открытых акционерных обществ, 
товариществ собственников, потребительских кооперативов, 
садоводческих товариществ, торгово-промышленных палат), 
индивидуальным предпринимателем; 
Высшей аттестационной комиссией Республики Беларусь: ученая 
степень, ученое звание; дата присуждения ученой степени, присвоения 
ученого звания; 
Министерством обороны Республики Беларусь - о пенсиях 
физических лиц, пенсионное обеспечение которых осуществляется этим 
Министерством в соответствии с законодательством Республики Беларусь; 
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военными комиссариатами - об исполнении воинской обязанности; 
Министерством по налогам и сборам Республики Беларусь - о 
налоговых обязательствах; 
Министерством образования Республики Беларусь: наименование 
высшего учебного заведения; дата зачисления в высшее учебное 
заведение; дата окончания высшего учебного заведения; полученная 
специальность; 
Министерством здравоохранения Республики Беларусь - о группе 
крови; 
Министерством по чрезвычайным ситуациям Республики Беларусь - 
о пенсиях физических лиц, пенсионное обеспечение которых 
осуществляется этим Министерством в соответствии с законодательством 
Республики Беларусь; 
Комитетом государственной безопасности Республики Беларусь - о 
пенсиях физических лиц, пенсионное обеспечение которых 
осуществляется этим Комитетом в соответствии с законодательством 
Республики Беларусь; 
Генеральной прокуратурой Республики Беларусь - о пенсиях 
физических лиц, пенсионное обеспечение которых осуществляется 
Генеральной прокуратурой Республики Беларусь в соответствии с 
законодательством Республики Беларусь; 
Белорусским республиканским унитарным страховым предприятием 
"Белгосстрах" - о ежемесячных страховых выплатах по обязательному 
страхованию от несчастных случаев на производстве и профессиональных 
заболеваний, обеспечение которых осуществляется этим предприятием в 
соответствии с законодательством Республики Беларусь; 
местными исполнительными органами: о статусе работающего, 
безработного, неработающего; дата постановки на учет в качестве 
безработного; дата снятия с учета в качестве безработного; о пенсиях, а 
также о ежемесячном денежном содержании; дата установления опеки, 
попечительства; фамилия, собственное имя, отчество, гражданство 
(подданство), дата, место рождения и идентификационный номер опекуна, 
попечителя; дата прекращения опеки, попечительства; дата отстранения 
опекунов, попечителей от выполнения их обязанностей; место 
захоронения; 
общими судами: дата объявления физического лица умершим, 
признания безвестно отсутствующим, дата отмены соответствующего 
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решения; дата признания физического лица недееспособным, ограниченно 
дееспособным, дата отмены соответствующего решения; дата лишения 
родительских прав, восстановления в родительских правах; дата и место 
регистрации расторжения брака, признания брака недействительным; 
органами, регистрирующими акты гражданского состояния: 
идентификационный номер; фамилия, собственное имя, отчество; пол; 
дата рождения; место рождения; фамилия, собственное имя, отчество, 
гражданство (подданство), дата, место рождения и идентификационный 
номер отца; фамилия, собственное имя, отчество, гражданство 
(подданство), дата, место рождения и идентификационный номер матери; 
фамилия, собственное имя, отчество, гражданство (подданство), дата, 
место рождения и идентификационный номер супруга (супруги); фамилия, 
собственное имя, отчество, гражданство (подданство), дата, место 
рождения и идентификационный номер ребенка (детей); дата и место 
регистрации заключения брака, расторжения брака (до 1 сентября 1999 
года); дата, место и причина смерти. 
Правовой режим персональных данных.В соответствии со статьей 28 
Конституции Республики Беларусь каждый имеет право на защиту от 
незаконного вмешательства в его личную жизнь, в том числе от 
посягательства на тайну его корреспонденции, телефонных и иных 
сообщений, на его честь и достоинство. Частью второй статьи 34 
Конституции Республики Беларусь предусмотрено, что государственные 
органы, общественные объединения, должностные лица обязаны 
предоставить гражданину Республики Беларусь возможность ознакомиться 
с материалами, затрагивающими его права и законные интересы. 
Внесение персональных данных в регистр осуществляется 
непрерывно в режиме реального времени через систему каналов связи в 
хронологическом порядке государственными организациями, вносящими 
персональные данные в регистр. Вносимые в регистр персональные 
данные удостоверяются электронной цифровой подписью 
уполномоченного работника государственной организации, которая их 
вносит. При этом ответственность в соответствии с законодательными 
актами Республики Беларусь за полноту, достоверность и актуальность 
вносимых в регистр персональных данных несет руководитель 
государственной организации, вносящей эти данные. При внесении 
персональных данных в регистр каждой записи в регистре автоматически 
присваивается порядковый номер, а также делаются следующие отметки: 
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дата и время внесения персональных данных, наименование 
государственной организации, внесшей персональные данные в регистр. 
Актуализация персональных данных - замена персональных данных, 
содержащихся в регистре, актуальными персональными данными. 
Актуализация персональных данных осуществляется непрерывно в режиме 
реального времени через систему каналов связи государственными 
организациями, вносящими персональные данные. Вносимые в регистр 
актуальные персональные данные удостоверяются электронной цифровой 
подписью уполномоченного работника государственной организации, 
которая их вносит. При актуализации персональных данных в записи в 
регистре делаются следующие отметки: дата и время актуализации 
персональных данных, наименование государственной организации, 
внесшей актуальные персональные данные в регистр. При актуализации 
персональных данных новые персональные данные вносятся без 
уничтожения предыдущих. При обнаружении неточностей в персональных 
данных распорядитель регистра направляет запрос в государственную 
организацию, которой были внесены персональные данные в регистр, для 
проверки их достоверности и внесения в регистр актуальных 
персональных данных. 
Персональные данные из регистра исключаются регистрирующей 
службой в случае нарушения установленного порядка внесения 
персональных данных в регистр, а также в целях обеспечения 
национальной безопасности, прав и свобод физических лиц. При 
исключении персональных данных из регистра в записи в регистре 
делаются следующие отметки: дата и время исключения персональных 
данных; основание для исключения персональных данных; фамилия, 
собственное имя, отчество и электронная цифровая подпись 
уполномоченного сотрудника или лица из числа гражданского персонала  
регистрирующей службы, исключившего персональные данные. При 
исключении персональных данных из регистра они не уничтожаются и 
могут быть прочитаны регистрирующей службой. 
Персональные данные в регистре хранятся на белорусском и (или) 
русском языках, а фамилии и собственные имена также и в латинской 
транскрипции. Фамилии, собственные имена иностранных граждан и лиц 
без гражданства, постоянно проживающих в Республике Беларусь, 
указываются в латинской транскрипции в соответствии с проездными 
документами, выданными этим лицам иностранными государствами. 
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Персональные данные, содержащиеся в регистре, хранятся 
постоянно. Распорядитель регистра обеспечивает хранение электронных 
копий регистра вне помещений регистрирующей службы и обновление 
персональных данных, содержащихся в копиях, не менее одного раза в год. 
Передача персональных данных на хранение в электронный архив 
осуществляется в случае: смерти или объявления физического лица 
умершим; выхода из гражданства или утраты гражданства Республики 
Беларусь гражданами Республики Беларусь, постоянно проживающими за 
границей; выезда иностранных граждан и лиц без гражданства, постоянно 
проживавших в Республике Беларусь, на постоянное жительство за 
пределы Республики Беларусь; аннулирования разрешения на постоянное 
проживание в Республике Беларусь. 
При передаче персональных данных на хранение в электронный 
архив в записи в регистре делаются следующие отметки: дата и время 
передачи персональных данных на хранение в электронный архив; 
фамилия, собственное имя, отчество и электронная цифровая подпись 
уполномоченного сотрудника регистрирующей службы, передавшего 
персональные данные на хранение в электронный архив. 
Восстановление персональных данных в регистре производится 
регистрирующей службой в случаях повреждения или уничтожения 
записей в регистре. Персональные данные могут быть восстановлены 
полностью или частично на основе персональных данных, внесенных 
государственными организациями. При восстановлении персональных 
данных в записи в регистре делаются следующие отметки: дата и время 
восстановления персональных данных; наименование государственной 
организации, внесшей персональные данные в регистр; фамилия, 
собственное имя, отчество и электронная цифровая подпись 
уполномоченного сотрудника регистрирующей службы, восстановившего 
персональные данные в регистре. 
Персональные данные из регистра могут предоставляться 
организациям, нотариусам и физическим лицам. Отказ в предоставлении 
персональных данных из регистра может быть обжалован распорядителю 
регистра. Обжалование в судебном порядке отказа в предоставлении 
персональных данных из регистра осуществляется после обжалования 
такого отказа распорядителю регистра. 
Предоставление персональных данных (в том числе обезличенных) 
из регистра организациям, нотариусам осуществляется регистрирующей 
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службой бесплатно, если использование таких персональных данных 
необходимо для выполнения задач, входящих в компетенцию этих 
организаций, нотариусов, определенную законодательством Республики 
Беларусь. В иных случаях организациям, нотариусам предоставляются 
обезличенные персональные данные на платной основе. За предоставление 
таких данных взимается государственная пошлина. Предоставление 
персональных данных из регистра организациям, нотариусам 
осуществляется по письменному или электронному запросу о 
предоставлении, удостоверенному в порядке, определяемом 
Министерством внутренних дел Республики Беларусь, и (или) договору о 
регулярном предоставлении персональных данных из регистра, 
заключенному в соответствии с гражданским законодательством 
Республики Беларусь. 
В запросе о предоставлении персональных данных из регистра 
указываются: наименование организации, организационная форма 
осуществления нотариальной деятельности и фамилия, собственное имя, 
отчество нотариуса, обращающихся за предоставлением персональных 
данных из регистра; основания и цель получения персональных данных; 
состав и объем запрашиваемых персональных данных; порядок и сроки 
использования персональных данных. 
Персональные данные из регистра могут быть предоставлены 
физическим лицам регистрирующей службой в форме справок (выписок). 
Физическое лицо имеет право запрашивать и получать справки (выписки) 
из регистра в отношении: своих персональных данных и персональных 
данных физических лиц, законным представителем которых оно является; 
персональных данных других физических лиц, законным представителем 
которых оно не является, - с письменного согласия физических лиц (их 
законных представителей), персональные данные которых запрашиваются. 
Справки (выписки) из регистра предоставляются по письменному 
заявлению физического лица о предоставлении справки (выписки). При 
этом физическое лицо, желающее получить справку (выписку) из регистра, 
не должно обосновывать свой интерес к запрашиваемым персональным 
данным. Письменное согласие физического лица (его законного 
представителя), может выражаться путем: 
оформления нотариально удостоверенной доверенности на 
получение персональных данных из регистра; 
нотариального свидетельствования подлинности подписи на 
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заявлении физического лица (его законного представителя) о согласии на 
получение персональных данных о нем из регистра; 
удостоверения уполномоченным сотрудником регистрирующей 
службы заявления физического лица (его законного представителя) о 
согласии на получение персональных данных о нем из регистра. 
Справки (выписки) из регистра, запрашиваемые физическим лицом 
один раз в пределах календарного года, предоставляются бесплатно. 
Предоставление таких справок (выписок) более одного раза в пределах 
календарного года осуществляется на платной основе. За предоставление 
таких справок (выписок) взимается государственная пошлина. 
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Т.М. Киселева 
К вопросу о сущности информационно-правовых отношений 
 
Проблема определения сущности и содержания информационно-
правовых отношений является одной из центральных проблем теории 
информационного права. Информационно-правовые правоотношения 
выступают в качестве предмета информационного права, что и определяет 
интерес к их сущности, содержанию и особенностей со стороны 
правоведов, поскольку изучение информационного права как отрасли 
права невозможно без анализа предмета данной отрасли. 
С развитием информационного права, формированием 
информационного права как отрасли, получали свое развитие и идеи 
относительно сущности информационных правоотношений. На начальном 
этапе данные отношения рассматривались лишь как совокупность 
различных действий, совершаемых с информацией – ее поиск, обработка, 
использование и т.п. На настоящий момент круг отношений, относящихся 
к предмету информационного права, значительно шире, и включает в себя 
и отношения с прочими объектами (информационные ресурсы, 
информационные системы и другие), а также отношения иного характера 
(отношения, связанные с защитой информации и иных объектов 
информационных правоотношений).  
Следует отметить, что единого подхода к терминологии касательно 
правоотношений, составляющих предмет информационного права, на 
настоящий момент не существует. Помимо термина «информационные 
отношения», отдельными авторами (Д.В. Огородов, И.Л. Бачило, В.Н. 
Лопатин, М.А. Федотов) используется также термин «отношения в 
информационной сфере». Д.В. Огородов обосновывает необходимость 
использования термина «отношения в информационной сфере» как более 
точного и корректного в силу «комплексного характера данной категории 
правоотношений» [1, с. 8]. 
Представляется, что такой подход умаляет статус информационных 
правоотношений, поскольку в соответствии с ним существуют не 
информационные отношения как самостоятельный вид правоотношений, а 
гражданские, административные, конституционные и иные правовые 
отношения в информационной сфере. Эту группу отношений объединяет 
внешние признаки, а не наличие внутренней связи, их сущностной 
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общности. В таком случае говорить о существовании информационного 
права как отрасли права в целом не представляется возможным. Поэтому 
на наш взгляд, вполне обоснованным будет употребления термина 
«информационные правоотношения» для определения группы 
общественных отношений, составляющих предмет информационного 
права. Термин «отношения в информационной сфере» является более 
широким по содержанию. 
Относительно сущности информационных правоотношений в 
юридической литературе и законодательстве закрепляются различные 
подходы. 
Закон Республики Беларусь «Об информации, информатизации и 
защите информации» от 10 ноября 2008 года (далее – Закон «Об 
информации, информатизации и защите информации») определяя понятие 
информационных отношений, ограничивается перечислением возможных 
действий с информацией, но не указывает на сущность данных отношений. 
По сути, названный закон закрепляет не понятие информационных 
правоотношений, а называет информационные процессы.  
Предлагаемые правоведами определения понятия информационных 
правоотношений зависят от признания их самостоятельности, от 
признаваемых объектов данных отношений и иных факторов. 
Так, И.Л. Бачило, В.Н. Лопатин, М.А. Федотов под отношениями в 
информационной сфере понимают общественные отношения, связанные с 
правовым регулированием оборота информации, формированием и 
использованием информационных ресурсов, созданием и использованием 
информационных систем, обеспечивающих процесс информатизации, 
удовлетворения потребностей пользователей, а также обеспечения 
информационной безопасности всех участников отношений в данной 
сфере [2, с. 73]. 
Употребляя термин «связанные», данные авторы делают акцент на 
том, что рассматриваемые отношения по своей сути не являются 
самостоятельным видом, а представляют собой объединение группы иных 
правоотношений (административных, конституционных, гражданских, 
уголовных и иных), связанных в той или иной мере с регулированием 
оборота информации.  
Встречается и «узкое» понимание информационных отношений, 
когда таковыми признаются только те из них, объектом которых будет 
являться только информация, исключая все иные объекты, в отношении 
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которых могут и возникают информационные правоотношения – 
информационные ресурсы, системы, сети, информационная безопасность. 
Так, Д.В. Огородов определяет отношения в информационной сфере как 
урегулированные правом общественные отношения, возникающие по 
поводу информации либо действий (бездействий) в отношении нее 
(получение, предоставление, неразглашение информации и др.) [1, с. 17].  
Существует также подход к определению информационно-правовых 
отношений через их внешние признаки, условия возникновения и 
существования. В частности В.А. Копылов предлагает понимать 
информационные отношения как «обособленную, однородную группу 
общественных отношений, возникающих при обращении информации в 
информационной сфере в результате осуществления информационных 
процессов в порядке реализации каждым информационных прав и свобод, 
а также в порядке исполнения обязанностей органами государственной 
власти и местного самоуправления по обеспечению гарантий 
информационных прав и свобод» [3, с. 131]. При этом, им не указывается 
на урегулированность данных отношений нормами права, т.е. это не 
информационно-правовые отношения, а именно информационные 
отношения. Не все отношения, в том числе и в сфере оборота информации 
и иных объектов, можно урегулировать правом, но интерес в рамках 
теории информационного права существует относительно тех отношений, 
которые составляют предмет отрасли и подпадают под правовую 
регламентацию. 
В литературе предлагается и упрощенное понимание 
информационных правоотношений. Например, М.А. Лапина под 
информационными отношениями понимает «регулируемые нормами 
информационного права общественные отношения, складывающиеся в 
информационной сфере» [4, с. 49]. При таком подходе не 
конкретизируется сущность информационных правоотношений, так как их 
содержание раскрывается через другой термин – информационная сфера, 
которые, в свою очередь, также требует пояснения. 
На наш взгляд, под информационными правоотношениями можно 
понимать урегулированные нормами информационного права 
общественные отношения, связанные с оборотом информации, 
формированием и использованием информационных ресурсов, созданием 
и использованием информационных систем, сетей, а также обеспечения 
информационной безопасности всех участников отношений в данной 
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сфере. Данное определение дает возможность понимать область 
существования рассматриваемых отношений, признавая их 
самостоятельный характер. 
Таким образом, информационные правоотношения составляют 
предмет информационного права как отрасли права. При этом более 
корректным является термин «информационные правоотношения», 
который указывает на внутреннюю общность данных правовых 
отношений, а не объединение их внешними признаками.  
Информационно-правовые правоотношения представляют собой 
урегулированные нормами информационного права общественные 
отношения, связанные с оборотом информации, формированием и 
использованием информационных ресурсов, созданием и использованием 
информационных систем, сетей, а также обеспечения информационной 
безопасности всех участников отношений в данной сфере. 
 
Список использованных источников: 
1. Огородов, Д. В. Правовые отношения в информационной сфере: 
автореф. дис. кан-та юрид. наук: 12.00.14 /Д.В. Огородов; М., 2002. -25 с.; 
2. Бачило, И.Л., Лопатин, В.Н., Федотов, М.А. Информационное 
право. Учебник / под ред. академии РАН Б.Н. Топорина, 2-е изд, с измен и 
дополн. Спб, Изд-во Р. Асланова «Юр центр пресс», 2005. – 725.; 
3. Копылов, В.А. Информационное право // Копылов В.А. 2-е изд., 
перераб. и доп. – М.: Юристъ, 2002. – 512 с.; 
4. Лапина, М.А. Информационное право: учебное пособие для 
студентов / М.А. Лапина, А.Г. Ревин, В.И. Лапин; под ред. проф. И.Ш.. 
Килясханова. – М. ЮНИТИ-ДАНА; Закон и право, 2004. – 355 с. 
 66 
Т.И. Шукайло 
К вопросу о понятии и предмете информационного права в 
Республике Беларусь 
 
Информационное общество – современный этап развития 
цивилизации с доминирующей ролью знаний и информации, воздействием 
информационно-коммуникационных технологий на все сферы 
человеческой деятельности и общество в целом. 
Развитие информационного общества является одним из 
национальных приоритетов Республики Беларусь и рассматривается как 
общенациональная задача, требующая совместных усилий государства, 
бизнеса и гражданского общества. Заложена правовая основа 
информатизации. Успешно развивается национальная информационно-
коммуникационная инфраструктура. В 1999 г. принимается Концепция 
государственной политики в области информатизации. Целью 
государственной политики в области информатизации является 
обеспечение перехода к новому этапу развития страны – построению 
информационного общества и вступлению республики в мировое 
информационное сообщество. Основой этого перехода является создание 
единого информационно-телекоммуникационного пространства 
Республики Беларусь как базы для решения задач социально-
экономического, политического и культурного развития страны и 
обеспечения ее безопасности. Формирование информационного общества 
неразрывно связано с развитием нового научного направления 
«информационное право». 
Отметим, что понятие «информационное право» появилось 
сравнительно недавно и трактуется по-разному различными учеными. 
В частности, Козорин Н.Л. считает, что информационное право — 
это совокупность правовых норм, регулирующих общественные 
отношения, связанные с информацией [1, с. 107]. 
И.JI. Бачило характеризует информационное право как 
формирующуюся отрасль права, которая набирает силу и реализуется в 
наше время в следующих формах: доктрина, законодательство, 
правоприменение, правосознание и учебная дисциплина [2, с. 3,4]. По 
мнению И.JI. Бачило, сегодня созрели все предпосылки для выделения 
информационного права в самодельную комплексную отрасль права. 
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Среди таких критериев она выделяет: наличие общего предмета 
регулирования; существования достаточного массива информационного 
законодательства, целесообразность подобного выделения и актуальность 
самих задач экономического, социального, политического развития, 
решаемых данной отраслью права [3, с. 149]. 
Ю.А. Тихомиров рассматривает информационное право как новую 
комплексную отрасль публичного права, изучающую информационные 
отношения, входящие в предмет ее правового регулирования, а также 
деятельность субъектов информационных отношений и правовой режим 
информационных процессов в современном обществе [4, с. 339]. 
В.А. Копылов считал, что информационное право выступает прежде 
всего правовым фундаментом информационного общества, активно 
формирующегося во многих странах и на многих континентах с помощью 
глобальных информационных сетей и иных новых информационных  
технологий [5, с. 18]. 
Следует обратить внимание на то, что практически все отношения в 
социуме имеют информационную составляющую. Поэтому об 
информационном праве можно говорить как в широком, так и в узком 
смысле слова. В первом случае нормами информационного права 
пронизано все законодательство (например, информационно-правовой 
характер носят нормы Уголовно-процессуального кодекса о 
процессуальных действиях со свидетелями и прочими лицами, налогового 
законодательства о декларировании и отчетности и т.д.). Однако в этих 
случаях информационная деятельность играет хотя и важную, но 
вспомогательную роль, то есть является средством для достижения цели, 
лежащей за пределами информационной сферы (раскрытие преступления 
наказание виновных, взимание налогов и т.д.). К информационному праву 
в узком или собственном смысле слова могут быть отнесены лишь такие 
нормы, которые регулируют информационные процессы, являются 
самоцелью, то есть когда информация есть не только средство достижения 
чего-либо иного, но и конечный итог [1, с. 107–108]. 
Вопрос о предмете информационного права так же весьма 
дискуссионный. 
Одни специалисты сводят его к предмету регулирования Закона 
Республики Беларусь от 10 ноября 2008 г. № 455-3 «Об информации, 
информатизации и защите информации» [6]. Другие пытаются выявить в 
белорусском законодательстве отношения, которые можно признать 
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информационными и свести их в предмет информационного права. 
Согласимся с позицией Козориса Н.Л., который под предметом 
данной отрасли права понимает общественные отношения, не просто по 
обороту информации, а отношения возникающие, изменяющиеся и (или) 
прекращающиеся в информационной среде [1, с. 109]. 
Отметим, что сегодня информационные потоки уже 
беспрепятственно преодолевают государственные границы, свободно 
циркулируют в информационном пространстве. Возросли и возможности 
сбора, обработки, хранения и передачи информации, а также доступа к 
ней. Вполне объективно можно говорить об усилении воздействия 
информации на развитие различных сфер жизни. Так, современное 
общество можно определить как общество, где постоянно происходят 
умножение, ускорение и уплотнение информационных обменов. 
Думается, что, несмотря на некоторый разнобой в определении 
понятия информационного права, его предмета в указанных выше 
подходах есть много общего. Во-первых, все названные авторы признают 
прежде всего необходимость формирования новой комплексной отрасли 
права, которая в рамках информационного общества наследует механизм 
информационно-правового регулирования общественных отношений. Во-
вторых, они выделяют специфические нормы права и информационные 
отношения как исходные понятия новой отрасли правовых знаний. При 
этом данные нормы и отношения касаются производства, обработки, 
потребления и распространения информации. И в-третьих, все авторы 
говорят об актуальности социального и юридического анализа 
деятельности субъектов информационных от-ношений, информационного 
обмена как такового, информационных сетей и новых информационных 
технологий в обществе [7, с. 29]. 
Таким образом повышение роли информации и компьютерной 
техники в совершенствовании правового регулирования общественных 
отношений, развития информационных технологий и ресурсов в едином 
информационном пространстве страны привели к появлению нового вида 
правовых отношений – информационных отношений, которые отражают 
специфические условия и правила поведения различных субъектов права и 
управления в информационной области. Сегодня бурное развитие 
информационных технологий ставит перед законодателем новые важные 
задачи. В настоящее время формируются совершенно новые 
информационные общественные отношения, протекающие в большинстве 
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своем в электронной форме в виртуальном пространстве, которые 
необходимо регулировать нормами информационного права. 
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О.И.Яхнович 
К вопросу о роли и значении конституции в правовом 
регулировании служебной тайны 
 
В настоящее время, общественные процессы, протекающие в 
различных сферах человеческой деятельности, характеризуются, прежде 
всего, увеличением объемов информации. Очевидно, что отсутствие 
правил обращения с информацией приводит к неправомерным действиям с 
ней. Данная тенденция бросает вызов, в первую очередь, праву, т.к. 
именно оно призвано урегулировать отношения, возникающие при 
осуществлении таких процессов.  
Получение, хранение и распространение информации затрагивает 
права и законные интересы граждан, в связи с чем, возникает 
определенный риск их нарушения. Мероприятия, связанные с 
ограничением доступа к информации, предпринимаются или, по крайней 
мере, должны предприниматься именно с целью защиты прав и законных 
интересов, и никак с их ущемлением. 
Необходимость правового регулирования служебной тайны, как 
одного из видов информации ограниченного доступа, обусловлена, прежде 
всего, реализацией одного из принципов правового государства – 
принципа правовой защищенности человека и гражданина. Аналогичную 
правовую гарантию предоставляет Конституция. Любому человеку в 
процессе социализации приходится, так или иначе, сталкиваться с 
различными общественными институтами (органами, организациями). 
Отношения по поводу информации, составляющей служебную тайну, 
возникают в результате функционирования (организации деятельности) 
органов государственной власти. 
Еще философом И. Кантом было отмечено, что «право есть 
ограничение свободы каждого условием согласия ее со свободой всех 
других…». Адаптируя данное утверждение в отношении служебной тайны, 
можно говорить о том, что принимая и используя те или иные меры 
правового регулирования и, в первую очередь, императивного 
регулирования,мы, ограничивая право других лиц на соответствующую 
информацию, тем самым обеспечиваем гражданскую свободу лицам-
владельцам такой информации, сохраняя и возвышая таким способом 
человеческое достоинство. И к служебной тайне это имеет самое 
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непосредственное отношение, т.к. одной из причин ее существования 
является, в том числе, необходимость правовой защиты достоинства и 
репутации отдельных лиц и недопущения неправомерного использования 
со стороны лиц, которым стала известна соответствующая 
конфиденциальная информация, в силу обладания служебными 
полномочиями и осуществления ими своих профессиональных 
обязанностей. 
Конституция, как фундаментальный и устанавливающий 
нормативный акт позитивного права, обладающий высшей юридической 
силой и, в наибольшей степени, содержащий именно морально-правовые 
нормы, должна, по нашему мнению, сыграть ключевую роль в 
окончательном становлении и оформлении такого правового феномена как 
«служебная тайна». Нормы, содержащиеся в Конституции, в связи с этим, 
должны задавать тот необходимый вектор, который впоследствии 
позволит законодателю их развить уже в рамках отраслевого 
законодательства. 
В системе иерархии источников позитивного права, Конституция 
первостепеннав отношении иных нормативныхактов. Такой 
аксиоматический статус обусловлен помимо прочего и тем фактом, что 
конституционно-правовые нормы представляют, в сущности, правовые 
идеи, определяющие сущность и назначение тех или иных правовых 
феноменов и явлений (в нашем случае, служебной тайны). 
Анализируя содержание норм, зафиксированных, в частности, в 
Конституции Республики Беларусь, следует отметить, что отдельной 
статьи, или даже нормы, которая однозначно идентифицировала бы 
служебную тайну, нет. Тем не менее, исходя из того, что в основе 
служебной тайны лежитинформация, образующаяся в 
результатедеятельности должностных лиц органов государственной 
власти, следует руководствоваться, в первую очередь, содержанием 
информационно-правовых норм рассматриваемого акта. В данном случае, 
наибольшее значение имеют нормы, зафиксированные в стст. 27,28,32,34 
Конституции. 
Содержание упомянутых статей позволяет говорить, прежде всего, о 
конституционно-правовой защите таких видов правовых тайн как личная и 
семейная тайна. Тем не менее, следует понимать, что в рамках правовой 
идеи служебной тайны, информация, составляющая личную и семейную 
тайну,является ее непосредственной частью. И анализ норм, содержащихся 
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в этих статьях, наиболее ясно подтвердит данное утверждение. 
Руководствуясь правовыми идеями, положенными в основу норм 
Конституции, законодателю предоставлено правомочие, с учетом свойств 
и признаков правового феномена, определять дальнейшие пути его 
развития. В отношении служебной тайны, в частности, при выборе метода 
правового регулирования соответствующих отношений, следует учитывать 
тот факт, что мы имеем дело здесь не только с информацией, касающейся 
деятельности должностных лиц органов государственной власти, но и с 
информацией, владельцем которой является физическое либо юридическое 
лицо, в отношении которого применение исключительно императивных 
норм неправомерно. 
При этом, как верно отмечено Алексеевым С.С., одной из основных 
закономерностей развития правовой системы является требование 
соответствия правовых явлений фактическим общественным отношениям, 
включая в себя проблемы адекватности отражения общественных 
потребностей в нормах права, своевременного изменения 
законодательства, качества правового регулирования [1, с. 389]. Т.е., по 
сути, основываясь на правовой идее служебной тайны, законодатель 
должен впоследствии, при составлении норм, исходить из оценки 
правового состояния современного общества и тенденций его развития. 
Резюмируя сказанное, Конституция, по нашему мнению, 
посредством своих норм, сформировала необходимые фундаментально-
ценностные основы, заложила правовую идею служебной тайны, тем 
самым, дав необходимый импульс для ее последующего развития. 
Основной целью правового регулирования служебной тайны, по нашему 
мнению, должно являться установление правового порядка, означающее 
достижение состояния балансаправ и законных интересов, с одной 
стороны, граждан (иностранных граждан, лиц без гражданства) и лиц, 
обладающих служебными полномочиями и осуществляющих свои 
профессиональные обязанности, с другой. В этой связи, именно 
Конституция, как основополагающий нормативный акт государства, 
посредством своих норм, должна привносить в соответствующий вид 
отношений те необходимые организованность и стабильность, которые 
позволят осуществить их эффективную эволюцию в будущем. 
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М.С. Стефанович 
Юридическая доктрина как источник административного 
права 
 
В юридической литературе к нормативным источникам 
административного права традиционно относят:  Конституцию 
Республики Беларусь, законы, декреты, указы, постановления палат 
парламента, постановления Совета Министров Республики Беларусь, 
нормативные правовые акты республиканских органов государственного 
управления: постановления, инструкции, правила, уставы (положения), 
приказы, решения местных органов власти, регламенты принимаемые 
главой государства. К источникам ненормативного характера, 
рассчитанным на однократное применение, относят распоряжения 
Президента Республики Беларусь, распоряжения председателей палат 
Национального собрания Республики Беларусь, распоряжения премьер-
министра Республики Беларусь, индивидуальные приказы руководителей 
республиканских органов государственного управления, распоряжения 
глав  местных органов власти. 
 Однако, несмотря на вышеперечисленные источники, сложно 
утверждать, что только они и могут считаться единственными 
источниками административного права. К сожалению, при рассмотрении 
данной проблемы, обычно имеются  в виду источники права в специально-
юридическом (формальном) смысле. В тоже время юридической наукой 
выделяются и иные виды источников, а именно  источники права в 
материальном и идеальном смыслах. Российский учѐный-
административист Р.А. Ромашов считает, что, источники права делятся на 
««идейно-теоретические» (источник рассматривается как идея или 
концепция) и «формально-юридические» (источник рассматривается как 
юридическая форма, посредством которой правовая норма получает 
внешнее выражение и юридическое закрепление)» [1, с. 13-17]. «В 
правовой литературе, посвященной анализу источников романо-
германской правовой системы, термин «доктрина» употребляется в 
довольно широком смысле: 1) как учение, философско-правовая теория; 2) 
как мнения ученых-юристов по тем или иным вопросам, касающимся 
сущности и содержания различных юридических актов, а также проблемам  
правотворчества и  правоприменения в целом; 3) как научные труды 
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наиболее авторитетных ученых в области государства и права; 4) в виде 
комментариев различных кодексов, конкретных законов, моделей 
различных нормативных правовых актов»  [2, с. 111] В юридической 
литературе высказывались различные мнения относительно  правовой 
доктрины в административном праве. Согласно одной из таких позиций 
под юридической доктриной понимается «совокупность научных взглядов 
или основных идей на цели, задачи, принципы, составные части и главные 
направления развития административного права и его подотраслей и 
институтов» [3, с. 78].Законодательством Республики Беларусь 
непредусмотренно прямое использование юридической доктрины в 
административном праве. В истории, однако, имелись и иные подходы к 
данной проблеме. «Император Валентиниан III в 426 г. издал закон «О 
цитировании юристов», признавший обязательное значение за 
сочинениями Папиниана, Павла, Ульпиана, Гая, Модестина и тех юристов, 
сочинения которых приводятся этими авторами. При различии мнений 
вышеупомянутых юристов предписывалось придерживаться мнения, за 
которое высказалось большинство из них, а при равенстве голосов 
отдавалось предпочтение мнению Папиниана»  [4, с. 298] . Таким образом, 
в Римской империи,  деятельность органов государственного управления 
могла прямо опираться на юридическую доктрину. В  белорусском 
законодательстве не закреплена юридическая доктрина как источник 
административного права. Это послужило основой для высказывания 
многими учѐными-административистами суждений, согласно которым 
юридическая доктрина не является источником административного права. 
С таким суждением можно  согласиться, если рассматривать источники 
права в специально-юридическом смысле. В тоже время, нельзя не 
учитывать акты толкования норм права, которые хоть и не создают новых 
правовых норм, однако  разъясняют их смысл, определяют границы 
применения той или иной нормы права. Так, например, Постановления 
Пленума Верховного Суда могут рассматриваться как источник права. Тем 
не менее, в рамках современной  романо-германской правовой семьи, 
юридическая доктрина не является ведущим источником права. В 
большинстве стран относящихся к этой правовой семье, она не является 
источником права в специально-юридическом смысле.  Однако 
юридическая доктрина может влиять на другие источники права, либо 
выступать в качестве актов толкования права. В частности, роль 
юридической доктрины особенно велика при установлении значения тех 
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или иных понятий, определения сущности правовых институтов, 
толкования административно-правовых норм. Юридическая доктрина 
влияет на законотворческий процесс, законодатель «часто лишь выражает 
те тенденции, которые установились в доктрине, и воспринимает 
подготовленное ею предложение» [5, с. 152]. Так, например, при создании 
и принятии Кодекса об административных правонарушениях Республики 
Беларусь, учитывались имеющиеся теоретические разработки, 
содержащиеся в доктринальных источниках, особенно в том, что 
относится к Общей части Кодекса об административных 
правонарушениях.  
Таким образом, юридическая доктрина может оказывать 
определѐнное воздействие на правоприменительную практику и 
законотворческий процесс. Однако степень влияния доктринальных 
источников на управленческое и административно-деликтное право ещѐ 
предстоит оценить, поэтому дальнейшее изучение данной проблематики 
представляется целесообразным.  
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Т.З. Шалаева 
Конституционные принципы правосудия – основа развития 
электронного правосудия Беларуси 
 
Транспарентность (доступность, открытость, публичность, 
официальность, гласность) законность правосудия, имеющая свое 
закрепление в Конституциях большинства государств Европы и мира, 
выступает локомотивом развития современных высокотехнологичных 
форм отправления правосудия.  
Конституция Республики Беларусь провозглашает, что «человек, его 
права, свободы и гарантии их реализации являются высшей ценностью и 
целью общества и государства» (ст. 2); «все равны перед законом и имеют 
право без всякой дискриминации на равную защиту прав и законных 
интересов» (ст. 22); «каждому гарантируется защита его прав и свобод 
компетентным, независимым и беспристрастным судом в определенные 
законом сроки» (ст. 60); «разбирательство дел во всех судах открытое» (ст. 
114). Именно данные положения Основного Закона государства должны 
быть отправной точкой любых нововведений в судебную систему, в том 
числе и при разработке и закреплении концепции электронного 
правосудия.  
Электронное правосудие понимается по-разному, как с 
теоретических, так и с практических позиций. Современные подходы к 
информатизации судебной власти, к внедрению информационных 
ресурсов и технологий в судебный процесс включают в себя несколько 
основополагающих аспектов, в основе которых лежат конституционные 
принципы судопроизводства. Одни из важнейших принципов доступности 
судебной защиты, законности и публичности, состязательности и 
равноправия и открытости судопроизводства обеспечивают соблюдение 
конституционных гарантий каждому на защиту его прав и свобод 
компетентным, независимым и беспристрастным судом. 
Конституционные принципы правосудия сквозь призму 
преимуществ и проблем электронного правосудия. 
Устанавливая круг лиц, обладающих правом судебной защиты, 
Конституция опирается на термины «все», «каждый», что гарантирует 
доступность к правосудию всем, без исключения, лицам. Действенность 
судебной власти как важнейшего института демократического 
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социального правового государства зависит не только от количества судей, 
их профессиональной подготовки, надлежащего финансирования и т.п., но 
и от активности граждан в отстаивании своих прав, их приверженности 
легальным формам разрешения конфликтов. Подача заявлений и жалоб в 
суды через Интернет во многом упрощает порядок обращения в суд, 
уменьшая сроки доставки обращений и расходы, в том числе в 
соответствии с международными договорами Республики Беларусь в 
международные суды и межгосударственные органы по защите прав и 
свобод человека, если исчерпаны внутригосударственные средства 
правовой защиты. Конституционный принцип доступности судебной 
защиты каждого гарантирует практически в любое удобное время 
обратиться в официальном порядке при соблюдении определенных правил 
в компетентный орган, в суд за защитой нарушенных прав и свобод 
посредством Интернет-технологий. Однако возникают проблемы, вполне 
решаемые в перспективе, удостоверения подлинности обращения 
участников процесса. В данный момент проблема компенсируется 
обязательным предоставлением всех документов на традиционном 
бумажном носителе традиционными способами доставки. Залогом 
эффективной деятельности электронного правосудия является внедрение 
автоматизированных информационных систем, позволяющих принимать 
судом заявления к рассмотрению, информировать обратившихся за 
защитой о движении дела.  
Еще одним преимуществом является уведомление сторон с помощью 
электронных судебных повесток (извещений, вызова в суд). Проблемы 
надлежащего уведомления участников процесса возникают в установлении 
достоверности вручения из-за отсутствия соответствующего правового 
регулирования, а также отсутствия достоверных данных о прочтении 
электронной почты именно адресатом – физическим или юридическим 
лицом. С государственными органами, имеющими официальные сайты и 
соответствующие электронные почты, вопрос несколько облегчается, но не 
решен однозначно в законодательном порядке. 
Обязательным условием функционирования в настоящее время 
электронного правосудия является ведение дел, как на привычном 
бумажном носителе, так и в электронной версии (все документы, 
находящиеся в деле, сканируются и вносятся в базу, что составляет банк 
данных электронных дел судебной системы). К преимуществам, 
несомненно, можно отнести очевидную экономию времени и денежных 
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средств, автоматизацию делопроизводства, сокращение технического 
персонала. В этом случае нет необходимости запрашивать дела из других 
судов, а также тратить денежные средства на копирование материалов. К 
тому же хранение материалов дела в электронном виде способствует и 
более компактной и экономичной их сохранности, формируя 
малогабаритный, не требующий специальных условий хранения и охраны, 
электронный архив. Однако, основным проблемным вопросом является 
вероятность утечки, фальсификации, порчи, утраты информационных 
ресурсов через несанкционированный доступ. В текущее время 
определенных затрат требует и сканирование дел, как находящихся в 
архивах судов, так и вновь поступающих. В целом же значительно 
упрощается доступ процессуальных сторон к ознакомлению с материалами 
судебного дела, расширяются возможности эффективной судебной 
подготовки к рассмотрению дела.  
При реализации данного аспекта электронного правосудия 
необходимо учитывать конфиденциальность некоторой информации, 
которая находится в материалах дела. Если открыть доступ к материалам 
дела для всех желающих, то в определенных случаях могут быть 
затронуты личные права человека, подвергнута разглашению 
коммерческая тайна субъекта хозяйствования либо дискредитирована 
деловая репутация. При этом необходимо обеспечить баланс между 
требованием о максимальной защите прав участников процесса и 
принципом публичности судопроизводства. Тем не менее, 
конфиденциальность судебных материалов может быть гарантирована, 
например, посредством криптографических средств защиты информации 
(электронная цифровая подпись, открытые/закрытые ключи 
пользователей) либо «обезличиванием» персональной информации. 
Проблема состоит в отсутствии комплексных правовых мер, направленных 
на выработку единого общегосударственного подхода к определению 
стандартов раскрытия судебной информации, пределов доступности такой 
информации; наиболее приемлемых механизмов электронного 
опубликования судебных актов и другим принципиальным позициям в 
этом контексте. 
При наличии возможности ознакомления с материалами дела 
посредством сети Интернет участники процесса, а также иные 
заинтересованные лица могли бы ознакомиться с судебной практикой по 
той или иной категории споров. Это также в большей степени облегчило 
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бы доступ к материалам дел всем заинтересованным, в том числе 
студентам, практикующим юристам, государственным органам и научным 
работникам, что благоприятно сказалось бы на подготовке кадров для 
системы правосудия, адвокатуры, государственных органов и организаций. 
Принцип состязательности и равноправия сторон в судебном 
процессе может осуществляться с использованием средств доказывания в 
электронной форме (электронные средства доказывания), что придает 
равные возможности сторонам по отстаиванию защищаемых ими прав. 
Проблема состоит в отсутствии законодательно закрепленного порядка 
применения основных положений процессуального института доказывания 
к электронным средствам доказывания. Отсутствуют на сегодня 
возможности аутентификации и идентификации электронных 
доказательств по условию их допустимости в качестве доказательств в 
процессе. Преимущества использования информационных ресурсов и 
технологий в процессе доказывания очевидны, но законотворческая 
деятельность государства и теоретические разработки ученых пока в 
начальном пункте решения задач по доказыванию с использованием 
электронных средств.  
Конституционный принцип открытости разбирательства дел 
воплощается в фиксации процесса судебного разбирательства на 
установленные в зале судебного заседания цифровые видеокамеры и 
микрофоны. Таким образом, фиксируется все происходящее в процессе 
разбирательства в форме судебного аудио-, видеопротокола. В случае 
установки специального автоматического оборудования фальсификация 
результатов видеосъемки становится практически невозможной. Из 
недостатков необходимо отметить высокую стоимость оборудования. 
Открытое разбирательство дела посредством Интернет без 
непосредственного вызова сторон в суд, это высшая ступень электронного 
правосудия и фактически представляет формирование так называемого, 
электронного суда (cybercourt, e-court). Это, безусловно, самый 
прогрессивный, однако наиболее далекий от реализации, этап внедрения 
электронного правосудия, требующий значительной подготовки, как 
персонала, так и сторон по делу, а также наличие сформированных 
электронных ресурсов и высоких технологий, доступных всему 
населению. Преимущества данного этапа трудно переоценить: все 
процессуальные действия совершаются с помощью Интернет, о действиях 
процессуального противника сторона также узнает из сети, значительная 
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экономия средств и времени, доступность и открытость судебного 
правосудия в любом уголке государства. Несомненным достоинством 
является возрастание антикоррупционной составляющей электронного 
правосудия ввиду отсутствия реальной возможности коррупционного 
воздействия на судей. Проблемы также значительны, решение которых 
связывается с финансово-экономическим положением государства, его 
электронной готовности, развитием соответствующей правовой базы.  
С общеправовым принципом законности, вытекающим из 
положений Конституции, связана вся судебная деятельность, построенная 
на соблюдении закона, применения его в целях восстановления 
нарушенной законности. Суд применяет как материальное, так и 
процессуальное право. Отсутствие норм правового регулирования 
электронного правосудия фактически является сдерживающим фактором 
развития прогрессивных и востребованных, как показывает практика, 
форм судопроизводства, да и судебной власти в целом. 
Реальное состояние национального законодательства об электронном 
правосудии. 
Проведенный комплексный анализ состояния информатизации 
белорусского правосудия, как современной основы конституционных 
гарантий судебной защиты, позволяет говорить о позитивных тенденциях 
развития технической составляющей данного процесса. В то же время, 
сравнивая с европейскими государствами, странами ближнего зарубежья, 
приходится констатировать некоторые проблемы, а именно, неразвитость 
соответствующих информационных ресурсов, немногочисленность 
информационных технологий в судебной системе, практическое 
отсутствие нормативно-правовой базы, посвященной электронному 
правосудию.  
Исходя из правового анализа Национальной стратегии устойчивого 
развития Республики Беларусь, приходим к выводу о недостаточности 
правовой проработки вопросов государственного управления процессом 
накопления и использования информации, формирования национального 
информационного ресурса и его защиты. Отсутствует на сегодняшний 
момент системный анализ потребностей гражданина, общества, 
государства в электронных услугах. Остро данный вопрос стоит и в 
судебной системе Республики Беларусь. Безусловно, наблюдается 
возрастание доминанты электронных информационных ресурсов и 
информационно-коммуникационных технологий по сравнению с 
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традиционно представляемой информацией на бумажном носителе, что 
порождает нежелательные коллизии в правовом регулировании судебного 
процесса.  
Важность внедрения информационных ресурсов и технологий в 
судебной системе и исполнительном производстве подчеркивалось и 
документах Второго Международного форума судейского сообщества по 
судебной защите прав, который состоялся в г. Минске 22 февраля 2012 г. 
Республика Беларусь, как и союзники по Таможенному Союзу, 
Российская Федерация и Республика Казахстан, определила в Стратегии 
развития информационного общества в Республике Беларусь на период до 
2015 года приоритетные направления развития информационного 
общества, механизм реализации которых заложен в создании электронного 
правительства. К сожалению, электронное правосудие, e-justice (electronic 
justice) не нашло свое закрепление в этом важном программном документе, 
в котором определены приоритетные направления развития 
информационного общества через: электронное правительство, 
электронное здравоохранение, электронное обучение, электронную 
экономику и др. 
В национальном информационно-правовом сегменте судебной 
системы Республики Беларусь представлены официальные сайты: сайт 
Конституционного Суда (http://www.kc.gov.by/), сайт Верховного Суда 
(http://www.supcourt.by/), областных судов и г. Минска. До недавнего 
времени действовал наиболее «продвинутый» сайт Высшего 
хозяйственного Суда Республики Беларусь (http://court.gov.by/) и 
хозяйственных судов областей и г. Минска.  
Сайт Конституционного Суда в настоящий момент служит 
информационным стендом, обеспеченным электронной почтой. 
Формирование сайта Верховного суда, сайтов общих судов областного 
уровня носит также сугубо информационной характер с наличием 
электронной почты для реализации положений Закона Республики 
Беларусь «Об обращениях граждан и юридических лиц». Нижняя ветвь 
судов пока отсутствует в сети Интернет. 
Указом Президента Республики Беларусь от 10 октября 2011 г., № 
454 «О мерах по совершенствованию деятельности общих судов 
Республики Беларусь» закреплены тенденции развития общих судов 
Республики Беларусь согласно которым, в частности, следует обеспечить:  
разработку специального банка данных судебных решений, 
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интегрированного в информационно-поисковую систему «ЭТАЛОН», для 
судов, органов прокуратуры, адвокатуры, других организаций и граждан;  
материально-техническую базу и нормативное регулирование 
фиксации и хранения информации о ходе судебного процесса на 
электронных носителях, поэтапное внедрение в 2012–2013 годах средств 
аудио-, видеозаписи в деятельность судов по осуществлению правосудия;  
внедрение видеоконференцсвязи между общими судами всех 
уровней;  
расширение форм и методов извещения участников процесса о 
времени и месте рассмотрения дела. 
Инициатором внедрения e-justice в Беларуси стал Высший 
Хозяйственный Суд (ВХС). Полагаем, начало формирования e-justice в 
сфере хозяйственного процесса положила компьютеризация 
хозяйственных судов и создание сайта ВХС, что нашло отражение в 
Постановлении № 11 Пленума ВХС от 7 августа 2009 г. утвердившем 
примерные нормативы материально-технического обеспечения 
хозяйственных судов Республики Беларусь. 
Организационно-технической основой развития хозяйственного 
электронного правосудия согласно Постановлению Пленума ВХС от 24 
декабря 2010 г. № 9, стал сайт Высшего хозяйственного суда в виде 
Интернет-портала хозяйственных судов Республики Беларусь. Внедрение 
данной экспериментальной площадки дало живой импульс развитию 
современных возможностей реализации конституционных гарантий 
судебной защиты по экономическим спорам.  
В пилотном режиме находилась несколько лет автоматизированная 
информационная система судопроизводства хозяйственных судов. Так, 
согласно информации сайта, в 2010–2013 гг. применялись следующие 
элементы электронного правосудия: подача электронных копий 
документов, электронное расписание судебных заседаний, размещение 
резолютивной части постановлений кассационной инстанции в online 
режиме на портале хозяйственных судов Республики Беларусь court.by.  
Анализ Интернет-портала хозяйственных судов в разрезе 
конституционных принципов судопроизводства и насыщения 
соответствующим контентом, позволяет представить некоторые общие 
тенденции формирования электронного правосудия в Беларуси.  
Наполнение сайта хозяйственных судов в целом было ориентировано 
на доступность и открытость судебной информации, что выразилось в 
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реализации интерактивных закладок: - объявления о банкротстве в виде 
реестра субъектов хозяйствования, находящихся в той либо иной 
процедуре банкротства с удобным интерфейсом, масштабированием; - 
электронная библиотека, в составе которой присутствуют активные 
ссылки на сайты официальных периодических изданий; -кассационная 
коллегия в виде сервиса «он-лайн» с поисковой системой по банку данных 
кассационных постановлений; - реестр должников; - расчет госпошлины, 
основанный на действующем налоговом законодательстве; - банк данных 
«судебная практика», доступный авторизованным пользователям; - 
электронные торги с возможностью подачи заявки; - сервис прямого 
обращения в систему хозяйственных судов; - электронная справочная 
действующего хозяйственно-процессуального законодательства; - 
интернет-опрос, позволяющий вести статистический ИР, фиксирующий 
учет мнения пользователей о работе сайта; - медиагалерея, 
информирующая пользователей с новостными видеосюжетами, 
демонстрацией судебных заседаний; - диалоговое окно «электронное 
правосудие» с возможностью электронной подачи документов пока без 
соответствующего удостоверения и идентификации заявителя.  
Выводы. Отраслевое законодательство призвано развивать 
конституционные положения о судопроизводстве. В данном контексте 
актуально стоит задача формирования информационного права как 
отрасли права, развития отрасли информационного законодательства, 
нормы которого способны эффективно развить правовые положения 
Конституции, выражающие демократическую сущность и специфические 
свойства правосудия и судебной власти с учетом национальных 
особенностей правовой и судебной систем Беларуси, вступившей в эпоху 
информационных технологий.  
На повестке дня выставлены вопросы модернизации 
процессуального законодательства в условиях фактически сложившихся на 
практике стихийных отношений в сфере электронного правосудия. 
Законность, публичность правосудия, доступность судебной защиты 
и открытость судебного разбирательства посредством электронного 
правосудия сталкиваются с очевидными существующими сегодня 
организационно-техническими, социальными и правовыми проблемами. 
В качестве организационно-технических проблем электронного 
правосудия выступают следующие: - невозможность установления 
подлинности и аутентичности электронных документов, обращаемых в 
 85 
судебном процессе; - отсутствие автоматизированного информационного 
взаимодействия судебной власти; - не соответствующая мировым 
стандартам система безопасности электронного документооборота; - и др. 
Социальные проблемы носят всеобщий характер и присущи в той 
либо иной мере многим государствам: информационное (цифровое) 
неравенство, компьютерная неграмотность, неосведомленность и 
недоверие электронным средствам взаимодействия и пр. 
Правовые проблемы электронного правосудия также носят 
трансграничный характер, решение которых во многом зависит правовой 
системы государства, традиционных форм осуществления правосудия, 
электронной готовности страны и т.п.  
В настоящее время в Беларуси наблюдается активное, но, к 
сожалению, эпизодическое формирование законодательства в сфере 
информатизации судебной власти. Прежде всего, следует признать 
отсутствие теоретически обоснованной системы правового регулирования 
электронного правосудия (electronic justice), что создает проблемы 
правоприменительной и судебной практики в части единообразного и 
унифицированного судебного процесса.  
Серьезно стоит вопрос об идентификации в широком смысле 
субъектно-объектного состава правоотношений в системе «электронного 
правосудия». Требуют проработки такие новые правовые категории как 
электронный правовой статус и электронный правовой режим элементов 
структуры правоотношений в сфере отправления правосудия на основе 
информационных технологий.  
Правовая защита информационных ресурсов и технологий 
электронного правосудия должна быть ориентирована на обеспечение 
информационной безопасности судебной системы в целях предоставления 
оперативного доступа к целостной, актуальной, достоверной и 
непротиворечивой судебно-процессуальной информации, как для внешних 
пользователей, так и для внутреннего использования.  
Важнейшая проблема, требующая быстрого разрешения, кроется в 
нормативно-правовом обеспечении конституционных принципов 
открытости и доступности электронного правосудия с учетом ограничения 
законом доступа к определенной информации (информация, содержащаяся 
в делах об административных правонарушениях, материалах и уголовных 
делах органов уголовного преследования и суда до завершения 
производства по делу, коммерческая тайна, государственные секреты, 
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персональные данные, частная жизнь и т.п.).  
На повестку дня совещания по вопросу совершенствования 
деятельности судов и органов юстиции Главой государства поставлена 
задача реформирования судебной системы Беларуси посредством 
объединения системы хозяйственных судов с общими судами, выделения 
службы судебных исполнителей в самостоятельную государственную 
структуру и др., что, безусловно, окажет значительное прогрессивное 
влияние на формирование системы электронного правосудия с учетом 
накопленного положительного опыта Высшего Хозяйственного Суда 
Республики Беларусь. 
Это далеко неполный перечень проблем и задач, требующих 
эффективного правового регулирования в сфере электронного правосудия, 
позволяющего по-новому взглянуть на конституционные принципы 
судопроизводства. Использование информационных ресурсов и 
технологий в судебной деятельности объективно способно укрепить 
конституционные гарантии судебной защиты прав, свобод и законных 
интересов каждого. 
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А.М. Хлус 
Информация как ключевое понятие информационного права 
 
Слово «информация» известно с давних времен. Но единообразия в 
понимании и определении этого понятия не существует до сих пор. 
Древние римляне толковали слово «информация» как сведения о чем-либо.  
В XX веке изучению информации как явления посвящены работы 
известных ученых многих стран: Винера Н., Шеннона К., Эшби У.Р., Моля 
А.А., Махлупа Ф., Урсула А.Д. и др. В словаре русского языка С.И. 
Ожегова, изданном в тот же период, под информацией понимаются 
«сведения об окружающем мире и протекающих в нем процессах, 
воспринимаемые человеком или специальными устройствами (спец.)» [1, 
с. 205].   
Начало XXI века ознаменовалось формированием информационного 
права, правовой дисциплины, предмет регулирования которой составляют 
общественные отношения, связанные с информацией. 
Одним из первых российских ученых принявших участие в 
формировании отрасли информационного права является И.Л. Бачило. По 
его мнению, «информация – это воспринимаемая и понимаемая человеком 
характеристика окружающего мира во всем его многообразии, которое 
возникает в процессе познания последнего и позволяет на основе свойств 
предметов, процессов, фактов и отражения их в различных формах 
восприятия отличать их признаки, значения и устанавливать их связи и 
зависимости всего многообразия проявления материального, духовного, 
идеологического мира – формировать мировую систему знаний» [2, с. 28]. 
Законодательство Российской Федерации и Республики Беларусь 
совпадает относительно определения понятия информации. Согласно 
Закону Республики Беларусь от 10.11.2008, № 455-З «Об информации, 
информатизации и защите информации» термин «информация» означает 
«сведения о лицах, предметах, фактах, событиях, явлениях и процессах 
независимо от формы их представления» [3]. 
Многие белорусские ученые занимались вопросами 
терминологического определения информации с правовой точки зрения. 
Существенный вклад в развитие информационного права внесли Л.Н. 
Мороз [4] и Д.В. Вершок [5]. 
По мнению Д.В. Вершка категория «информация» означает «не 
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сведения о лицах, предметах, фактах, событиях, явлениях или процессах, а 
совокупность произведенных человеком или созданных природой звуков, 
знаков, сигналов, символов, иных изображений или отображений, несущих 
передаваемые и получаемые разными способами сведения о лицах, 
предметах, фактах, событиях, явлениях и процессах, по поводу которых 
между участниками информационной сферы возникают юридически 
значимые общественные коммуникационные связи или отношения» [6, с. 
15].  
Анализ представленных определений понятию «информация» 
позволяет сделать вывод, что все они отражают в основном прикладную 
направленность данной категории. При этом сущность данного феномена 
не раскрывается. Исследователи не указывают на важное свойство 
информации – ее объективность.  
Информация присуща как материальным предметам, так и 
нематериальным явлениям окружающего нас мира. Если говорить о 
материальных процессах, то для них информация такое же объективное 
свойство как масса и энергия. Так, например, известно, что человеческий 
организм состоит из огромного количества клеток, исчисляемых 
триллионами. Каждая клетка в своей ДНК содержит всю информацию, 
необходимую для создания человека. Информации в микроскопической 
клетке содержится столько, что ее запись на бумажном носителе 
потребовала бы заполнения нескольких сотен книг. При этом каждая из 
таких книг содержала бы пару тысяч страниц. Невероятно? Но это факт, 
установленный современной наукой.  
Информация о человеке, содержащаяся на уровне клетки, скрыта, 
неочевидна. Это так называемая внутренняя информация. Добыть ее 
удалось сравнительно недавно, используя для этого современные 
технические средства исследования. А что же лежит на поверхности? Что 
позволяет нам судить о том или ином человеке? Конечно же, информация, 
но уже внешняя. Человек имеет тело, внешность, его жизненный путь 
начертан на лице, в глазах, на ладонных поверхностях рук. Внешность, 
характер и судьба вместе образуют личность. По внешности можно 
определить характер, привычки человека. Внешность – важное средство 
коммуникации. Благодаря внешности производится оценка человека в 
момент его первичного восприятия. А на основе чего у нас возникает 
чувство симпатии или антипатии к человеку, с которым мы даже не 
общались? Ответ очевиден. На основе внешней информации, исходящей 
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от человека, которую мы восприняли, оценили, руководствуясь 
собственным жизненным опытом либо интуицией.      
Аналогично и все живое на земле, состоящее из белковых клеток, 
содержит в себе информацию о конкретном организме. Для неживой 
природы, а также для созданных человеком технических систем 
характерно наличие информации как внутреннего, так и внешнего 
свойства. 
Следовательно, можно сделать вывод, что информационные 
процессы присущи не только человеческому мозгу, но и иным системам 
живой природы, а также техническим системам.  
Информация так и осталась бы «сама по себе», если бы человек не 
научился ее воспринимать, извлекать и преобразовывать. Рассмотрение 
информации в качестве сведений, как это считают многие авторы, может 
быть оправдано, если их появление опосредовано деятельностью человека. 
Сведения призваны снять неопределенность и сделать событие 
конкретным, пригодным для использования в жизни. Сведения только 
тогда являются сведениями, когда их содержание понятно всем, и 
зафиксировано на материальном (физическом) носителе. Им вначале 
являлся камень (наскальный рисунок), папирус, шкура животного, затем 
бумага, книга, а в настоящее время магнитная лента, цифровой носитель 
информации (компакт диск, флэш-карта и др.).  
Все развитие человечества – результат освоения и переработки 
информации, которую получали из окружающей среды и накапливали 
веками. Для удобства пользования информацией человеку понадобились 
ее кодовые обозначения. Вначале человек для выражения информации 
использовал начертания, смысл которых был пятен соплеменникам – 
изображения животных и предметов на стенах пещер. Предметные знаки 
стали выступать как символы понятия, предмета или целой ситуации. 
Закрепление знаков за определенными понятиями означал переход к 
словесному письму. Начертанный знак означал слово. Постепенно 
произошел переход к письму, кодирующему уже не действительность, а 
человеческую речь. В настоящее время для кодирования информации 
изобретены различные системы знаков и символов. Виды информации 
различны: визуальная, акустическая (речь, звук), символьная (текст, 
письменность), компьютерная (виртуальная). 
На основании изложенного под информацией следует понимать 
объективную реальность материальных объектов и нематериальных 
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явлений, существующую в окружающем мире независимо от воли 
человека, воспринимаемую и преобразуемую последним в сведения о 
лицах, предметах, фактах, событиях, явлениях и процессах, посредством 
слов, письма и иных знаковых систем. 
1. Ожегов, С.И. Словарь русского языка: Ок. 57 000 слов / Под ред. 
чл.-корр. АН СССР Н.Ю. Шведовой. – 20-е изд., стереотип. М.: Рус. яз., 
1988. – 750с.; 
2. Бачило, И.Л. Информационное право: учебник для магистрантов / 
И. Л. Бачило. – 3-е изд., перераб. и доп. – М. : Юрайт, 2011. – 564 с.; 
3. Об информации, информатизации и защите информации: Закон 
Республики Беларусь от 10.11.2008 г., № 455-З // Консультант Плюс: 
Беларусь. [Электронный ресурс] / ООО «ЮрСпектр». -  Минск, 2014;  
4. Мороз, Л.Н. Информационное право. Общая часть / Л. Н. Мороз. – 
Минск : ОО «Право и жизнь», 2007. – 276 с.; 
5. Вершок, Д.В. Правовой режим радиоэлектронной информации : 
автореф. дис. канд. юрид. наук / Д. В. Вершок. – Минск, 2003. – 24 с. ; 
6. Информационное право : учеб. пособие / Г. А. Василевич [идр.] ; 
под общ ред. Г. А. Василевича и Д. А. Плетенева. – Минск : Адукацыя i 
выхаванне, 2013. – 352 с.   
 92 
Диско В. 
Существует ли в современном мире право на личную тайну у 
политиков? 
 
В последние два десятилетия данный вопрос стал всѐ чаще и чаще 
интересовать обычных граждан. На наш взгляд, в первую очередь это 
связано с развитием  СМИ, в первую очередь электронных, ведь 
отличительной особенностью современного мира информации является то, 
что те новости, которые ты прочитал за завтраком, к обеду уже являются 
устаревшими и отправляются сайтом в архив. Многие психологи 
отмечают, что для современного человека характерна жажда новостей, 
причѐм в электронном виде. Не важно, что это будут за новости: 
финансовая аналитика, политическое обозрение, личная жизнь других 
людей – миллиардами пользователей новостные ленты электронных СМИ 
и социальных сетей обновляются с завидной регулярностью, иногда 
бездумно и бесцельно. Однако стоит признать, что большинству интересна 
как раз таки личная жизнь других людей – это лежит в основе 
человеческой природы. И чем известней человек, тем больше желающих 
узнать подробности из его личной жизни.  
Но тут появляется проблема, что, как правило, публичный человек 
не желает, чтобы его личная жизнь становилась достоянием гласности. 
Аргумент тут очень простой, что сведения о личной жизни составляют так 
называемую «личную тайну». Понятие личной тайны, на наш взгляд, 
крайне удачно раскрыла И.В.Смолькова, которая полагает, что «личная 
тайна — сведения о состоянии здоровья, особенно в тех случаях, когда 
человек страдает такими болезнями, которые считаются постыдными с 
позиции общественной морали, любовные связи, особенно когда они 
сопряжены с супружеской изменой, дурные привычки, склонности, 
пристрастия, врожденные, наследственные и приобретенные пороки, 
граничащие порой с нервно-психическими аномалиями, скрытые 
физические недостатки; порочное социальное прошлое гражданина, а 
также порочащие человека деловые и дружеские связи». Не беря в расчѐт 
публичных людей творческих направлений деятельности, зададимся 
вопросом, как быть с политиками? Имеют ли они право сохранять 
вышеуказанные сведения в тайне? Ведь с одной стороны данные сведения 
относятся персонально к ним, и казалось бы не затрагивают общество. А с 
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другой, личная жизнь политика, пусть даже и косвенно, влияет на 
принимаемые им решения, а значит, и на всѐ общество в целом, интересы 
которого они представляют. Частная жизнь общественного деятеля, его 
социальное поведение и характеристики влияют на публичную 
составляющую. Отличным примером может послужить вопрос состояния 
здоровья человека. Здоровье среднестатистического гражданина — 
информация частного характера. Но в случае высокопоставленных чинов 
это и общественно важная информация. Общество хочет видеть во главе 
государства человека, физическое и психическое здоровье которого 
внушает доверие. В случае болезни государство может лишиться своего 
лидера, а это является угрозой благополучия страны. Касательно нашей 
Республики важно отметить любопытный шаг законодателя в этом вопросе 
- ст. 16 Закона «Об информации, информатизации и защите информации» 
относит информацию о здоровья ряда высших должностных лиц к разряду 
общедоступной. Однако, на удивление, информация о здоровье 
Президента, не имеет такой статус, хотя такая норма видится логичной. В 
дополнение отметим также ч.1 ст.88 Конституции, где говорится о том, что 
Президент  Республики Беларусь может быть досрочно освобожден от 
должности при стойкой неспособности по состоянию здоровья 
осуществлять обязанности Президента. Решение принимает Совет 
Республики. Данная норма вызывает больше вопросов чем ответов: как 
комиссия Совета Республики может получить информацию о здоровье 
Президента (теоретически не имея официального доступа к ней) и принять 
решение об освобождении  последнего от должности? Сколько из 64 
членов Совета Республики компетентны в медицинских вопросах? Как 
принять решение комиссии, которая может физически не быть допущена к 
Президенту? И наконец, почему народ, являясь источником власти и 
избирая Президента не имеет права на получение информации  о здоровье 
Президента? На эти вопросы нет ответа. К слову говоря, информацию об 
проблемах со здоровьем ряда высших должностных лиц нашего 
государства мы узнаѐм только после их отставки из сообщений СМИ. 
Однако аспекты интимной жизни высших должностных лиц всех 
государств являются ещѐ большей тайной, так как напрямую могут 
отрицательно сказаться на рейтинге того или иного политика, что 
безусловно отразится на ближайших для него выборах. Так, к примеру, 
сексуальный контакт У.Клинтона едва не стоил ему поста, а подробности 
же  интимной жизни Ф.Олаланда практически не отразились на его и без 
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того низком рейтинге. Однако эти проявления являются, в принципе, 
рядовыми. Но что будет с политиком, если общество узнает о его 
нетрадиционной ориентации? Или склонности к извращением? 
Представляется, что общество имеет право знать всѐ это, так как 
государство финансируется обществом посредством сбора налогов. 
Следовательно, политики — это наемные работники общества. Население 
хочет знать больше о личной жизни политиков, для того чтобы после с 
помощью  процедуры голосования сделать наиболее выгодный для себя 
выбор. 
На фоне всего изложенного хочется вернуться к определению 
«личной тайны» И.В.Смольковой и подчеркнуть, что данное понятие 
заинтересованные лица связывают прежде всего с негативными 
проявлениями в своей жизни. А вот позитивные моменты, 
характеризующие личность с положительной стороны, которые казалось 
бы, не касаются общества (например, сведения о лице как о примерном 
семьянине, меценате, спортсмене) выставляются напоказ с целью набрать 
политические очки. Двулично пользоваться услугами СМИ ради личной 
популярности и в то же время жаловаться на вмешательство прессы в 
личную жизнь. Как итог, понятие «личной тайны» трактуется 
избирательно, так, как выгодно политику, чего естественно быть не 
должно. 
Поэтому когда кто-то заступает на общественно важный пост, он 
должен быть готов к тому, что его личная жизнь попадет под пристальное 
внимание общества. Тут не может быть информации, которая составляет 
«личную тайну». Если частная жизнь общественных деятелей не 
соответствует их общественному статусу, задача СМИ — рассказать об 
этом. Вместе с тем, необходимо отметить, что информация о политике в 
СМИ должна быть правдивой и соответствовать действительности. 
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Н.П. Варфоломеева 
Проблемы эффективности административно-деликтного 
законодательства Российской Федерации и Республики 
Беларусь 
 
В соответствии с Конституцией Российской Федерации 
административное и административно-процессуальное находится в 
совместном ведении РФ и ее субъектов. Новый этап развития 
законодательства об административных правонарушениях ознаменовал 
Кодекс Российской Федерации об административных правонарушениях, в 
соответствии с ч. 1 ст. 1.1 которого законодатель включил законы 
субъектов Российской Федерации об административных правонарушениях 
в систему законодательства об административных правонарушениях. 
Одновременно новый Кодекс запретил издание федеральных законов об 
административных правонарушениях. 
В то же время в научных кругах не прекращаются дискуссии по 
вопросу о легитимности регионального законодательства об 
административных правонарушениях. Противники утверждают, что 
«двухуровневый» принцип формирования административно-деликтного 
законодательства создает серьезную угрозу законным правам и интересам 
граждан. Ограничение прав граждан они считают возможным лишь в 
соответствии с ч. 3 ст. 55 Конституции Российской Федерации только на 
основании федерального закона [См.: Поспелова Л.И. Проблемы 
кодификации административно-деликтного законодательства: дис… канд. 
юрид. наук. — М., 2001. — С. 73]. Сторонники аргументируют 
необходимость учитывать региональную специфику. В результате 
исследования мнений ученых-административистов А.П. Шергина, М.Я. 
Масленникова, А.Б. Агапова, Л.И. Поспеловой, Б.В. Россинского, Л.А. 
Мицкевич и др., а также выяснения правовой позиции Конституционного 
Суда Российской Федерации можно сделать вывод о том, что 
двухуровневый порядок формирования административно-деликтного 
законодательства приводит к тому, что основание и объем 
административной ответственности ставятся в зависимость от места 
проживания гражданина. Но в то же время не оспаривается право 
субъектов Федерации принимать законы (и подзаконные акты) по 
вопросам, относящимся к их ведению. Эти региональные нормативные 
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правовые акты устанавливают общеобязательные на территории 
конкретного субъекта правила, ограничивающие права и свободы граждан 
(и юридических лиц), находящихся на территории этого субъекта, 
независимо от того, где они проживают (или находится юридический 
адрес), поэтому нормы правовых актов субъектов Федерации обязательны 
для всех, кто находится на их территориях, а не только для жителей этих 
территорий.  
Принятие нового административно-деликтного законодательства 
актуализировало проблему эффективности его правовых норм, под 
которой понимается результативность его действия. 
Эффективный [от лат. effectus - результат, следствие, каких-либо 
причин, действий -  Латинско-русский и русско-латинский словарь / Под 
общ. ред. А.В. Подосинова. – 2-е изд., испр. – М.: Флинта: Наука, 2006. – 
С. 100] значит дающий результат, но не любой, а заранее намеченный, 
полезный, приводящий к нужным результатам. 
При подготовке проектов законов об административных 
правонарушениях законодатель должен учитывать требования 
определенности, ясности и недвусмысленности законодательного 
регулирования, необходимые для обеспечения единообразного понимания 
и толкования правовых норм правоприменителем. Интерес представляют 
нормы-дефиниции, которые на практике часто не имеют ясного, 
определенного характера. Так, при установлении понятия «общественные 
места» законодатель использует слова «и другие места», что делает 
невозможным на практике определение территории действия норм Закона. 
Определение понятия непристойных надписей дается через понятие 
«нецензурные слова», которые не определены, так как нормативно 
утвержденный перечень их отсутствует. Отсутствие четкого 
формулирования общих категорий и понятий наблюдается и в Кодексе 
Российской Федерации об административных правонарушениях, что в 
правоприменительной практике оборачивается судейским и 
административным усмотрением, и приводит к утрате важнейшего 
качества Кодекса – его принципиальной определенности  [Калинина Л.А. 
Роль административной науки в совершенствовании законодательства об 
административных правонарушениях //Административная 
ответственность: вопросы теории и практики. Под. Ред. Хаманевой Н.Ю. – 
М.: ИГП РАН, 2005г. – С 49]. 
Качество административно-деликтного закона - это совокупность 
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правовых свойств закона, соответствующих теоретически и практически 
выработанным технико-юридическим требованиям. Административная 
ответственность должна устанавливаться с соблюдением ряда 
обязательных требований: исключение дублирования положений Кодекса 
Российской Федерации об административных правонарушениях и 
регионального законодательного акта об административном 
правонарушении; осуществление охраны административно-правовой 
санкцией норм, предусмотренных только нормативными правовыми 
актами, принятыми на уровне субъектов Федерации; соблюдение 
законности, означающее отсутствие противоречий между региональным 
законодательным актом об административных правонарушениях и 
Кодексом Российской Федерации об административных правонарушениях; 
принятие соответствующего акта в пределах полномочий; обеспечение 
правового качества закона и других требований.  
Для обеспечения эффективности административно-деликтного 
закона необходимо повышать качество административно-правовых норм 
путем надлежащего применения правовых свойств закона: нормативности, 
общеобязательности, полноты и конкретности нормативно-правового 
регулирования, представительно-обязывающего характера, ясности и 
доступности языка, точности и определенности терминов и формулировок, 
логической непротиворечивости нормативных положений. 
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И.М. Чиж 
К вопросу об информационном праве 
 
Развитие информационных технологий, формирование 
информационного общества обусловили появление такой новой отрасли 
права как информационное право. В научной литературе термин 
«информационное право» начал широко применяться в начале 90-х годов 
прошлого столетия А.Б. Агаповым [1], Ю.М. Батуриным [2], Ю.А. 
Тихомировым [3] и др. Проблематике информационного права посвящены 
труды таких российских ученных как В.А. Копылов [4], И.Л. Бачило [5], 
И.М. Рассолов [6], О.А. Городов  [7], Г.А. Акопов [8], А.А. Тедеев [9], Н.Н. 
Ковалева [10] и др. Указанными авторами исследовались проблемы 
определения предмета, методов, принципов информационного права, 
обосновывалась самостоятельность информационного права как отрасли 
права и ряд других вопросов. 
В Республике Беларусь научные исследования в области 
информационного права стали проводится с начала 2000-х годов. Толчком 
к развитию информационного права как научного направления послужил 
тот факт, что в 2000 году Высшим аттестационным комитетом Республики 
Беларусь информационное право было включено в действующую 
номенклатуру блока юридических наук по специальности 12.00.14 
«Административное право, финансовое право, информационное право» 
[11], а затем в 2012 году выделено в самостоятельную специальность 
юридических наук 12.00.13 «Информационное право» [12]. 
Анализируя немногочисленные работы белорусских ученных об 
информационном праве [13-16], следует сделать вывод о том, что 
информационное право Республики Беларусь находится в процессе 
становления, при этом в Беларуси практически отсутствуют 
фундаментальные теоретические исследования в данной сфере. 
Поскольку информационное право находится в стадии становления и 
развития среди ученных-правоведов отсутствует единый подход к 
определению предмета и понятия информационного права. Например, И.Л. 
Бачило считает, что информационное право, является новой комплексной 
отраслью публичного права и входит в семейство административного 
права [5, с. 33]. Она утверждает, что предметом, формирующим 
специальную отрасль отношений, условно называемых 
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информационными, выступает совокупность реально существующих 
материализованных результатов творчества и труда, воплощенных в: 1) 
информации при разнообразии форм ее проявления и формируемых на 
этой основе информационных ресурсах; 2) средствах и технологиях 
работы с информацией (информационных технологиях); 3) средствах и 
технологиях передачи информации по сетям связи [5, с. 25]. 
В.А. Копылов полагает, что информационное право – это система 
охраняемых государством социальных норм и отношений, возникающих в 
информационной сфере – сфере производства, преобразования и 
потребления информации. В предметную область информационного права 
он включал отношения возникающие при осуществлении 
информационных процессов – процессов создания, сбора, обработки, 
накопления, хранения, поиска, распространения и потребления 
информации [4, с. 84-87]. 
О.А. Городов определяет информационное право как систему 
правовых мер, регулирующих на комплексной основе дозволений, 
позитивных обязываний и запретов область общественных отношений по 
поиску, получению, передаче, производству и распространению 
информации и производных от нее продуктов, а также смежных с ними 
отношений, признаных действующим законодательством 
информационными [7, с. 22]. 
Г.Л. Акопов утверждает, что информационное право – новая 
комплексная отрасль права, которая позволяет наиболее эффективно и 
полно осуществлять информационные права и свободы гражданина и 
человека, имея в виду наиболее качественное и эффективное 
информационное обеспечение потребностей информации, защиту 
гражданина, общества, государства от вредной, опасной информации и 
дезинформации, защиту прав и свобод каждого в информационной сфере. 
По мнению Г.Л. Акопова, главное, что характерно для общественных 
отношений в информационной сфере, это то, что они возникают, 
развиваются и прекращаются при обращении информации в 
информационной сфере в результате осуществления информационных 
процессов с учетом особенностей и свойств информации, проявляющихся 
в системе права [8, с. 56-59]. 
Н.Н. Ковалева считает, что информационное право – совокупность 
правовых норм, относительно охраняемых государством, возникающих в 
информационной сфере производства, преобразования и потребления 
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информации. При этом к предмету информационного права она относит 
часть общественных отношений, которая связана с созданием, 
оформлением, хранением и обработкой, распространением, 
использованием информационных ресурсов, связывается с развитием в 
области формирования и управления информационными ресурсами, с 
развитием и использованием новых технологических работ с информацией 
и технологиями ее передачи в системах и сетях коммуникаций, с 
установлением мер по обеспечению безопасности в информационных 
сферах и включает в себя юридическую ответственность в названных 
областях [10]. 
И.М. Рассолов определяет информационное право как комплексную 
отрасль права, а не только отрасль законодательства, как ее иногда 
пытаются представить, которая включает в себя нормы, институты и 
принципы права, регулирующие общественные отношения в 
информационной сфере общества и его составляющих частей. В предмет 
информационного права он включает 10 видов общественных отношений: 
1. отношения по международному информационному обмену; 
2. отношения по реализации основных информационных прав и 
свобод человека и гражданина, интересов общества и государства в 
информационной сфере; 
3. отношения в сфере организации и деятельности средств 
массовой информации; 
4. интернет-отношения, а также отношения в области связи и 
коммуникации; 
5. отношения в сфере электронного документооборота; 
6. отношения в области электронной торговли и ведения 
предпринимательской деятельности с использованием информационных 
технологий; 
7. отношения по обработке персональных данных; 
8. отношения в сфере библиотечного дела, архивного дела; 
9. отношения в области обеспечения информационной 
безопасности; 
10. отношения по рассмотрению информационных споров [6, с. 
63-64]. 
Особой позиции придерживается А.А. Тедеев, который полагает, что 
предметом информационного права должны выступать общественные 
отношения не просто по обороту информации (необходимости в такой 
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отрасли право, видимо, нет), а только возникающие, изменяющиеся и (или) 
прекращающиеся в информационной среде («киберпространстве») сети 
Интернет, а в будущем, возможно, иных глобальных компьютерных сетей. 
По мнению А.А. Тедеева, информационное право – это совокупность 
юридических норм, регулирующих общественные отношения, 
возникающие в процессе экономического и гуманитарного 
(неэкономического) использования информационной среды глобальных 
компьютерных сетей [9, с. 8-9]. 
Исходя из вышеизложенного, следует, что несмотря на различные 
мнения в определении предмета информационного права, большинство 
авторов считают, что информационное право – это самостоятельная 
комплексная отрасль права. На наш взгляд, указанная позиция является 
обоснованной, так как в определенных случаях одни и те же общественные 
отношения урегулированы нормами различной отраслевой 
принадлежности, например, отношения в области коммерческой тайны и 
электронной торговли. Все общественные отношения, образующие 
предмет информационного права, объединяет только то, что в качестве 
объекта данных отношений выступает информация. Однако необходимо 
отметить, что предмет информационного права будет изменяться путем 
включения в него новых групп общественных отношений, которые 
возникнут в информационной сфере. 
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В.А.Боженко 
Соотношение предметов административного и 
информационного права 
 
В связи с социальной потребностью в знаниях нового типа, знаниях в 
информационной сфере, и, соответственно, внедрения их в жизнь 
человека, стало формироваться информационное  общество – это 
общество, в котором преобладающее значение имеют информационные 
технологии, информационные знания, и информация в целом как объект 
исследования. 
 В любом обществе государство использует информацию для 
осуществления своих функций, достижения определенных целей. Важную 
роль в их реализации играет информационная политика. В процессе ее 
выработки и претворения в жизнь обеспечиваются условия выполнения 
задач, стоящих перед всем социумом; она выступает активным орудием 
воздействия на экономические и политические интересы. 
 Информационное право -  молодая отрасль права и сейчас пока еще 
находится на стадии формирования. Многочисленны и термины, 
определяющие содержание этой новой отрасли. Это и информационно-
компьютерное право, и телекоммуникационное право и ряд других.  
Информационное право находится в стадии становления и потому 
понятно разнообразие терминов, с помощью которых специалисты 
пытаются определить его содержание. Все эти термины выбираются 
исходя из объектов, по отношению к которым или в связи с которыми 
возникают общественные отношения, подлежащие правовому 
регулированию. 
В последнее время чаще всего применяется термин 
«информационное право». Вероятно, «информационное право» так 
именуется исходя из основного объекта, по поводу которого или в связи с 
которым возникают общественные отношения, подлежащие правовому 
регулированию. 
Рядом авторов был исследован объем и содержание понятия 
«информационное право». И в свою очередь практически все они свели 
свои точки зрения к тому, что информационное право представляет собой 
совокупность правовых норм, регулирующих информационные 
отношения. Таким образом, надо сказать, что предмет правого 
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регулирования информационного права представлен совокупностью 
общественных отношений в информационной сфере по поводу 
возникновения, сбора, обработки, накопления, хранения, поиска, передачи, 
накопления, распространения и потребления информации.    
Наряду с вышесказанным, в предмет правого регулирования также 
включены группы отношений, связанных с государственно-
управленческой деятельностью. 
 Анализируя процесс возникновения информационного права, можно 
заметить, что оно возникло и отсоединилось от административного права. 
В подтверждение тому некоторые авторы долгое время склонялись к 
мысли о том, что это подотрасль административного права. 
  Административное право – это совокупность правовых норм, 
регулирующих общественные управленческие отношения, отношения, 
складывающиеся в процессе осуществления государственного управления. 
Таким образом, можно констатировать, что предметом административного 
права являются управленческие отношения, т.е. общественные отношения, 
складывающиеся в сфере государственного управления. [8; c. 12] 
Государство создает специализированные органы, которые от его 
имени властно регламентируют общественные отношения в сферах 
публичного и частного права.  
Не менее определяющим в этой связи является понятие 
«исполнительная власть». Исполнительная власть представляет собой 
единую иерархически соподчиненную систему государственных органов 
государства, субъектов в ее составе, осуществляющих исполнительно-
распорядительную деятельность по реализации законов и подзаконных 
актов и контролю за их реализацией. 
Другими словами, предметом административного права являются 
общественные отношения в сфере деятельности исполнительной власти. 
Административное право – отрасль знаний, институтов и норм, 
которые создают в своей совокупности юридические механизмы и 
средства организации, управления и использования государственных 
ресурсов экономики, науки, потенциала всех социальных и культурных 
сфер общества, координируют и направляют взаимодействие 
государственного сектора и других секторов экономики через 
управленческую исполнительно-распорядительную деятельность органов 
исполнительной власти. Государственное управление самыми разными 
сферами и областями деятельности осуществляется на основе закона и 
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административно-правовых актов, принимаемых в пределах компетенции 
органов исполнительной власти. Весь арсенал правовых средств 
административного права реализуется и в системе информационного 
права. [3; с.37] 
Сфера информационных отношений охватывает деятельность 
государственных органов и те отношения, где участвуют государственные 
организации. [3; с.38] 
Государственное управление в информационной сфере - это 
специфический вид социального управления посредствам реализации 
своих властных полномочий всеми органами государственной власти (в 
широком смысле) либо органами исполнительной власти (в узком смысле) 
по регулированию отношений, возникающих по поводу информации и в 
связи с ее оборотом в социальных системах. [6; с.65] 
Политика по информационному обеспечению должна проводиться 
по многим взаимоувязанным правлениям, прежде всего, правительство рф 
обязано разрабатывать программы в области информационного 
обеспечения граждан, государства, общества. [6; с.67] 
Информационное право входит в семейство отраслей 
административного права, которое выражается в следующем: 
Информация уже достаточно давно рассматривается как ресурс для 
самых различных видов социальной деятельности, в числе которых и 
государственное управление. Для характеристики роли информации в 
государственном управлении следует обратить внимание на то, что она 
одновременно выступает в нескольких качествах. С одной стороны, 
информация необходима для осуществления качественного управления 
любой сферой общественной жизни, т.е. она является особым ресурсом 
государственного управления. С другой стороны, деятельность в сфере 
информации, как и любой другой социальный процесс, является объектом 
государственного управления, и существует установленный 
законодательством круг субъектов, которые это управление осуществляют. 
Кроме того, многие ученые отмечают, что правовые акты и иные решения, 
принимаемые органами власти, являются информацией особого вида, т.е. 
процесс управления понимается как частично или полностью 
информационный, а информация оценивается как результат деятельности 
органов власти. И, наконец, в настоящее время в ряде исследований 
выделяется информация как средство управляющего воздействия на 
социальный процесс. 
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Таким образом, информация является: 
а) особым ресурсом государственного управления 
На сегодняшний день информация является важнейшим ресурсом 
государства наряду с его другими основными ресурсами (природными, 
экономическими, трудовыми, материальными и т.д.). Кроме того, 
государство официально признало информацию в качестве ресурса и в 
ряде нормативных актов используется термин «информационный ресурс». 
В соответствии со ст.1 Закона Республики Беларусь от 10.11.2008 № 
455-З «Об информации, информатизации и защите информации», 
информационный ресурс – организованная совокупность 
документированной информации, включающая базы данных, другие 
совокупности взаимосвязанной информации в информационных системах. 
Согласно ст. 23 Закона, информационные ресурсы делятся на 
государственные и негосударственные. Состав государственных 
информационных ресурсов, порядок их формирования, а также 
пользования документированной информацией из государственных 
информационных ресурсов определяются Советом Министров Республики 
Беларусь. 
Государственный информационный ресурс –  информационный 
ресурс, формируемый или приобретаемый за счет средств 
республиканского или местных бюджетов, государственных 
внебюджетных фондов, а также средств государственных юридических 
лиц. Другими словами, это информационные ресурсы, являющиеся 
объектом государственного управления.  
Государственные информационные ресурсы подлежат обязательной 
государственной регистрации.   
Примером таких может служить такой государственный 
информационный ресурс как Единый государственный регистр 
юридических лиц и индивидуальных предпринимателей.  
Существует перечень базовых государственных информационных 
ресурсов, утверждѐнный Постановлением Совета Министров Республики 
Беларусь от 26.05.2009 № 673 (ред. от 06.07.2012) «О некоторых мерах по 
реализации Закона Республики Беларусь «Об информации, 
информатизации и защите информации» и о признании утратившими силу 
некоторых постановлений Совета Министров Республики Беларусь». Этим 
же Постановлением утверждено и Положение  о составе государственных 
информационных ресурсов, порядке их формирования и пользования 
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документированной информацией из государственных информационных 
ресурсов, которым определяется состав государственных 
информационных ресурсов, порядок их формирования и пользования 
документированной информацией из государственных информационных 
ресурсов субъектами информационных отношений, направленные на 
обеспечение информационной совместимости государственных 
информационных ресурсов и применение унифицированных способов 
доступа пользователей к информации, содержащейся в государственных 
информационных ресурсах. 
б) объектом государственного управления 
В деятельности государственных органов сосредоточено большое 
количество документов, содержащих своего рода информацию. 
Государство в лице органов государственной власти регулирует режим 
информационных ресурсов всего общества, и главное, тех, которые 
необходимы для отправления его функций, а также отношений по поводу 
создания и использования этих информационных ресурсов. 
в) результатом деятельности органов власти 
Это проявляется в деятельности государственных органов по 
принятию правовых актов управления, решений. В этой деятельности 
участвуют не только органы исполнительной власти, но и 
законодательной, что проявляется в издании законов как источника для 
всех других государственных актов, в судебной власти – судебные акты.  
Правовые акты и иные решения органов государственной власти сами 
являются информацией, которая содержит и выражает волю государства, 
облеченную в нормативно-правовую форму.   
в) средством управляющего воздействия на социальный процесс. 
Следует сказать, что информация на современном этапе развития 
общества рассматривается как ресурс для самых различных видов 
социальной деятельности, в числе которых и государственное управление. 
Деятельность в сфере информации, как и любой другой социальный 
процесс, является объектом государственного управления, и существует 
установленный законодательством круг субъектов, которые это 
управление осуществляют.  
Белорусское законодательство устанавливает, что в рамках системы 
государственных органов исполнительной власти должны существовать 
следующие сайты (порталы): 
1. Общегосударственная автоматизированная информационная 
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система «Единый портал электронных услуг»: http://portal.gov.by/ 
2. Официальные сайты отдельных государственных органов 
исполнительной власти. 
И прочие сайты, обеспечивающие нормальный социальный процесс, 
обратную связь с гражданами. 
Несомненно, управляющее воздействие на социальный процесс 
играет тот факт, что в соответствии со ст.34 Конституции гражданам 
Республики Беларусь гарантируется право на получение, хранение и 
распространение полной, достоверной и своевременной информации о 
деятельности государственных органов, общественных объединений, о 
политической, экономической, культурной и международной жизни, 
состоянии окружающей среды. Государственные органы, общественные 
объединения, должностные лица обязаны предоставить гражданину 
Республики Беларусь возможность ознакомиться с материалами, 
затрагивающими его права и законные интересы. 
Пользование информацией может быть ограничено 
законодательством в целях защиты чести, достоинства, личной и семейной 
жизни граждан и полного осуществления ими своих прав. 
Справедливо отмечает кандидат юридических наук Саванович Н.А. в 
своей статье «Право на информацию о деятельности государственных 
органов», решению многих вопросов будет способствовать разработка 
Закона Республики Беларусь о доступе к информации о деятельности 
государственных органов и государственных организаций, в котором, в 
частности, должны быть отражены следующие позиции: 
понятие информации о деятельности государственных органов и 
государственных организаций как любых сведений в любой форме, 
которыми располагает государственный орган или государственная 
организация; 
принцип открытости информации о деятельности государственных 
органов и государственных организаций, что означает, что такая 
информация является открытой, кроме ограниченного набора исключений; 
признание заявителем не только граждан, но и юридических лиц; 
закрепление требования о том, что заявитель не обязан обосновывать 
свой интерес к запрашиваемой информации; 
критерии предоставления информации на возмездной или 
безвозмездной основе; 
закрепление перечня оснований для отказа в предоставлении 
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информации о деятельности государственных органов и организаций. 
Он указывает на то, что распространенной проблемой остается 
практика отказа в предоставлении запрашиваемой информации, в том 
числе в связи с ее внутренним или служебным характером, нечетким 
определением запрашиваемых сведений, отказа в доступе на проводимые 
совещания и заседания и др. Во многом это объясняется тем, что долгое 
время в отечественном государственном аппарате фактически действовал 
принцип закрытости информации, а чиновник, обладая информацией, 
ощущал себя ее полноправным распорядителем. [13] 
В последующие годы с развитием информационных технологий 
основным принципом информационного обеспечения должна стать 
«информационная прозрачность», что потребует четкого государственного 
регулирования инф процессов. [6; с.29] 
Данный принцип выгоден как для самих правительств, поскольку 
открытость и прозрачность в процессе принятия решений могут 
способствовать повышению уровня доверия для государства в целом, 
поскольку свобода информации является важным средством защиты от 
злоупотреблений, бесхозяйственности и коррупции. 
Значение информации в социальной жизни и в государственном 
управлении чрезвычайно велико. Это объясняется тем, что информация 
является необходимым элементом любых социальных процессов и их 
составляющих, т.к. они отражают состояние информированности. Кроме 
того, всякое управление чем-либо или кем-либо основано на определенном 
информационном отображении – на информационной модели 
управляемого объекта и знаниях субъекта управления, а также знаниях 
управляемого о своем адекватном поведении при реализации своих прав и 
исполнении обязанностей.     
Решения экономического, политического и социального характера в 
сфере государственного управления, включая правовые акты, формируют 
поведение и отношения участников социальных процессов, организуют их 
определенным образом, воздействуя на них информационными 
средствами. 
В.А. Копылов отмечает, что информационные отношения 
опосредуют государственную политику признания, соблюдения и защиты 
информационных отношений прав и свобод человека и гражданина в 
информационной сфере.  
Деятельность информационного характера в системе 
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государственного управления в зависимости от характера 
информационных процессов можно разделить на ряд направлений.  
1. Деятельность органов исполнительной власти по сбору 
информации необходимой для обеспечения их функционирования. Это 
сбор информации, относящийся к предметам их ведения. А также сбор, 
обработка и хранение информации, необходимой для информационного 
обеспечения всей системы государственных органов. 
2. Деятельность по защите информации. Имеется в виду 
деятельность по защите информации, составляющую охраняемую законом 
тайну, от несанкционированного доступа. А также это деятельность по 
защите информации от уничтожения и других незаконных действий.    
3. Информирование общества о своей деятельности. 
Таким образом, выделяется три блока, так сказать, информационных 
полномочий со стороны государственных органов. Это полномочия по 
созданию и использованию информации, представлению информации и ее 
защите.    
Некоторые авторы классифицируют деятельность государственных 
органов в информационной сфере в зависимости от характера функций. 
Это случаи, когда органы исполнительной власти являются 
самостоятельными участниками процессов создания (сбора), хранения и 
защиты информации и когда они от имени государства осуществляют 
руководство над этими процессами, осуществляемыми другими 
субъектами.    
В зависимости от степени распространѐнности функций и 
полномочий органов исполнительной власти в информационной сфере 
выделяются функции и полномочия которыми наделена основная часть 
исполнительной власти и функции и полномочия, которые присущи 
отдельным органам.  
Говоря о государственном управлении необходимо выделить два 
уровня:  
-национальный 
-международный.  
На национальном уровне сбор, обработку, хранение, защиту 
информации, представление информации гражданам осуществляют органы 
данного государства. 
На международном уровне информационный процесс 
поддерживается сотрудничеством государств в выработке единых 
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соглашений об обмене информацией.  
Например,  Соглашение об обмене информацией в сфере борьбы с 
преступностью, которое заключено в г.Астане 22 мая 2009 года.  
В рамках данного соглашения стороны в целях предупреждения, 
выявления, пресечения, раскрытия и расследования преступлений на 
безвозмездной основе договорились предоставлять по запросам сведения, 
имеющиеся в оперативно-справочных, розыскных, криминалистических и 
иных учетах, архивах, а также осуществлять обмен имеющимися в их 
распоряжении научно-техническими, информационно-аналитическими 
материалами и нормативными правовыми актами в сфере борьбы с 
преступностью. 
 Для Республики Беларусь задействование информационных 
технологий в различных сферах общественной жизни в определенной 
степени связано с формированием информационного пространства СНГ, о 
котором провозглашено в Концепции формирования информационного 
пространства Содружества Независимых Государств, утвержденной 
решением Совета глав правительств Содружества Независимых 
Государств в г. Москве 18.10.1996. 
Согласно Концепции  информационное пространство СНГ - 
совокупность национальных информационных пространств государств - 
участников СНГ, взаимодействующих на основе соответствующих 
межгосударственных договоров по согласованным сферам деятельности. 
Концепция предполагает определение необходимых условий для 
реализации комплекса мероприятий по дальнейшему развитию 
межгосударственных информационных обменов на принципах 
независимости и взаимовыгодности, использования международных 
стандартов при создании и развитии информационных систем, широкого 
применения техники и технологий государств - участников СНГ. 
В концепции отражены задачи, цели и этапы построения 
информационного пространства.   
На сегодняшний день актуальным остается вопрос создания 
«электронного правительства».  
Идея создания электронного правительства прозвучала в Программе 
деятельности Правительства Республики Беларусь на 2006 - 2010 годы, 
утвержденной постановлением Совета Министров Республики Беларусь от 
26.05.2006 № 664. 
Электронное правительство – способ предоставления информации и 
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оказания уже сформировавшегося набора государственных услуг 
гражданам, бизнесу, другим ветвям государственной власти и 
государственным чиновникам, при котором личное взаимодействие между 
государством и заявителем минимизировано и максимально возможно 
используются информационные технологии. [5; c.149] 
Создание электронного правительства предполагает построение 
общегосударственной распределенной системы общественного 
управления, реализующей решение полного спектра задач, связанных с 
управлением документами и процессами их обработки.  
Подводя итог вышесказанному, взаимосвязь предметов 
административного и информационного права не вызывает сомнений.  
Учитывая масштабность такого понятия как «информация» и 
необходимость государственного управления в сфере информационного 
процесса соотношение предметов подобных отраслей, и соответственно, 
их если не сближение, то взаимосуществование предопределяет 
нормальное функционирование информационного процесса в обществе. 
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Ю.Г. Иванцова 
Анализ точек зрения на место информационного права в 
системе отраслей права Республики Беларусь 
 
Существует несколько точек зрения по вопросу определения места 
информационного права в системе отраслей права. 
Первая точка зрения заключается в том, что информационные 
отношения входят в предмет регулирования гражданского права (О.В. 
Кохановская [7],  Е.С. Петров [9] и др.). Гражданский кодекс Республики 
Беларусь регулирует «охраняемую информацию» в контексте 
традиционных объектов гражданского права. Также, данный 
кодифицированный акт определяет информационные отношения, 
связанные с исключительными правами на результаты интеллектуальной 
деятельности, такие виды информации как служебная и коммерческая 
тайна, основания  возмещение вреда и т.д. 
Вторая точка зрения состоит в том, что информационные 
отношения включаются в состав административного права (И.В. Аристова 
[1], Ю.П. Бурило [2] и др.). Административным правом при этом 
устанавливаются основы информационной политики государства, 
определяется правовое положение и система государственных органов 
управления в информационной сфере, устанавливаются виды 
административных правонарушений и т.д. Особую позицию занимает О.А. 
Городов, который считает, что от административного права, которое 
является отраслью, призванной регулировать управленческие отношения и 
которая имеет постоянный предмет регулирования, информационное 
регулирование отличается тем, что хотя в нем и присутствуют отношения 
власти и подчинения, но они касаются управления лишь частью спектра 
информационных отношений, за пределами которых подчинение 
прекращается [3, c. 42-43]. Присутствующий в информационном праве 
элемент субординации, носит четко ограниченный законом характер, 
поскольку компетентные органы не вправе выходить за пределы своих 
полномочий и установленного для них регламента  
Следует, однако, отметить, что проанализированные точки зрения не 
нашли широкого распространения среди ученых правоведов, поскольку 
информационные отношения регулируются также и иными отраслями 
права. Так, в Конституции Республики Беларусь закреплено право на 
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информацию, свобода средств массовой информации, защита информации 
о частной жизни физического лица и персональных данных, доступность 
государственной информации, котораяне является государственными 
секретами или другой защищенной законодательством информацией, 
защита информационных прав и свобод компетентным, независимым и 
беспристрастным судом в определенные законом сроки. 
Информационные нормы имеются, также, в составе уголовного 
права, с их помощью определяются общественно опасные деяния, которые 
являются преступлениями в информационной сфере, а также 
устанавливаются наказания и иные меры уголовной ответственности. В 
случае нарушения прав и обязанностей в информационной сфере 
применяются нормы процессуального права (уголовно-процессуального, 
гражданско-процессуального и административно-процессуального права).  
Помимо традиционных отраслей права, информационные отношения 
регулируются также банковским, земельным, таможенным, воздушным, 
экологическим, транспортным и другими отраслями законодательства. 
Здесь закрепляются особенности оборота различных видов информации, 
информационных систем и применение информационных технологий в 
различных сферах хозяйственной деятельности. 
Существование в информационной сфере разнородных 
информационных отношений, регулируемых разноотраслевыми нормами, 
порождает третью точку зрения, которая заключается в том, что 
информационное право является комплексной отраслью права [4, с. 26; 5, 
c. 10-11; 8,c. 25].  
Данная точка зрения ненаходит большую поддержку среди ученых 
правоведов, поскольку для комплексной отрасли права − вторичного 
образования структуры права – характерно отсутствие единого предмета и 
метода правового регулирования, которые характерны и для 
информационного права. 
Четвертая точка зрения заключается в том, что, информационное 
право является межотраслевым комплексным институтом права [12, с. 10; 
13, с. 31].  
Как известно, для межотраслевого комплексного института права 
характерно объединение норм права в некоторую группу (институт) по 
признаку регулирования различных сторон и видов отношений, 
стабильность функциональных связей между разноотраслевыми нормами 
структурного образования и его единство всецело зависит при этом от 
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наличия в данном образовании «комплексного» нормативного правового 
акта кодифицированного типа. Данный акт должен содержать общую 
часть, в которой излагаются цели и задачи правового регулирования[11, с. 
12], которые достигаются с помощью тех правовых приемов и средств, 
которые входят в состав уже сформировавшихся и реально существующих 
отраслевых правовых методов и правовых режимов. 
Проведенный анализ существующих точек зрения свидетельствует о 
том, что информационное право не может характеризоваться ни в качестве 
составной части традиционных отраслей права, ни в качестве комплексной 
отрасли права, ни в качестве межотраслевого комплексного института. 
Представляется, что на сегодняшний день информационное право является 
комплексным нормативным массивом, который характеризуется 
слабостью существующих между нормами права, а, соответственно, и 
между нормативными правовыми актами связей [10, с. 71]. Трансформация 
информационного права (законодательства) в комплексную отрасль 
законодательства возможно после принятия нормативного правового акта, 
который охватывал бы все информационные отношения. 
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Л.Т. Кевляк 
Предпосылки и особенности формирования 
информационного права в Республике Беларусь 
 
Информационные технологии современности, оказывают 
существенное влияние на развитие общества, государства и права. 
Информационно-коммуникационные технологии не только позволили 
создать новую концепцию развития общества, но и создали предпосылки к 
реализации данной концепции. Большинство стран мира сегодня 
формируют информационное общество. Не смотря на наличие 
разнообразных подходов к определению понятия «информационного 
общества» (можно выделить более пяти основных подходов), очевидно, 
что современные информационно-коммуникационные технологии, 
являются наиболее важным фактором, влияющим на формирование 
общества двадцать первого века [1]. 
Информационно-коммуникационные технологии вносят изменения в 
процесс формирования и развития современного общества и влияют на 
возникновение новых отношений, связанных с созданием, обработкой, 
хранением и получением информации. Так, переход к информационному 
обществу позволил создать электронную форму официального 
опубликования нормативных правовых актов, с помощью ЭВМ 
совершенствуется система учета нормативных правовых актов, 
разработана компьютерная программа «Автоматизированная система 
подготовки проектов нормативных правовых актов Республики Беларусь» 
[2].  
После принятия Хартии глобального информационного общества 
(Окинава, 2000 г.) и Декларации принципов «Построение 
информационного общества – глобальная задача в новом тысячелетии» 
(Женева, 2003 г.) заметно актуализировался вопрос о формировании такой 
отрасли права, как информационное право [3; 4]. Такое внимание к 
выделению новой отрасли права вызвано тем, что для построения 
информационного общества важна юридическая сторона. Усиливается 
информационная зависимость человека от растущего объема потребляемой 
информации, что требует упорядочения и системной организации самой 
информации, в том числе с помощью права. Информационное общество, 
как наиболее организационная социальная система, предполагает не 
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только более высокий уровень оборота информации, но и более высокую 
степень регулирования этих отношений (информационных), в том числе 
необходимых ограничений в этой сфере, что возможно, прежде всего на 
правовой основе [5, с. 44–60]. 
Существуют различные подходы к определению информационного 
права в Республике Беларусь. Информационное право рассматривают, как 
самостоятельную отрасль права, комплексную отрасль права, подотрасль 
права, институт права. Определение приоритетной точки зрения в 
отношении вопроса, какой элемент системы права представляет собой, 
формирующееся информационное право, необходимо для эффективной 
реализации основных направлений, которые определены в Стратегии 
развития информационного общества в Республике Беларусь. Решение 
данного проблемного вопроса позволит устранить содержащиеся пробелы 
и противоречия в существующих нормативных правовых актах. На 
сегодняшний день, в эпоху всеобщей информатизации и построения 
информационного общества, информационного пространства единая 
информационная среда становится одним из важнейших 
государствообразующих признаков и предполагает необходимость 
теоретического осмысления и нормативного закрепления этого феномена, 
что, в свою очередь, требует формирования самостоятельной отрасли – 
информационного права [5, с. 71]. Следует отметить также необходимость 
принятия информационного кодекса Республики Беларусь [6]. При его 
разработке за основу можно взять Модельный информационный кодекс 
для государств-участников СНГ, который был принят на XXX пленарном 
заседании Межпарламентской ассамблеи государств-участников СНГ в  
г. Санкт- Петербурге 03.04. 2008 г. [7]. 
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Т.З. Шалаева 
Информационное право – отрасль системы белорусского 
права и законодательства: проблемы и перспективы 
 
Развитие национальной правовой системы базируется на 
формировании, развитии, совершенствовании законодательства, 
доктринальных исследованиях, международном опыте.  
Наличие обширной нормативной базы позволило многим ученым 
поставить вопрос о формировании новой отрасли права – 
информационного. 
Информационное право наряду с традиционными базовыми 
(фундаментальными) отраслями права, комплексными отраслями права 
реализуется:  
в системе научных взглядов и доктрин, а также учебной 
дисциплины; 
в нормативной системе регулирования отношений на основе 
законодательства и иных форм позитивного права; 
в системе правоприменения в области управленческой и 
правоохранительной деятельности государства (правоприменительной 
практике); 
при определенном уровне правосознания граждан и отдельных 
социальных групп общества [с. 168–169]. 
История становления информационного права Республики Беларусь 
как отрасли права, насчитывает не более двух десятков лет современности. 
Анализ научной, учебно-методологической литературы позволяет 
говорить о положительной динамике данной отрасли права.  
Информационное право как отрасль права есть совокупность 
взаимосвязанных, обособленных правовых норм, институтов, 
регулирующих обширный круг общественных отношений, обладающих 
внутренним единством, отличительными свойствами, качественным 
своеобразием и курсирующих в жизненном цикле (обращении) 
информации. 
Белорусское информационное право должно развиваться в строгом 
соответствии с Конституцией Республики Беларусь и на основе ее 
положений. В свете новых задач по устойчивому инновационному 
развитию страны остро стоит проблема значительного пополнения 
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информационного законодательного массива данной отрасли права, 
полноправно вошедшей не так давно в отечественную систему права. 
Информационное право как отрасль законодательства представляет 
собой совокупность нормативных правовых актов, имеющих различную 
юридическую силу, относящихся к различным отраслям действующего 
законодательства и регулирующих общественные отношения в сфере 
обращения информации.  
Информационное законодательство является центральным звеном 
информационного права. Имея в виду, отраслевую структуру белорусской 
системы законодательства, базовым в которой является конституционное 
законодательство, опорными административное и гражданское 
законодательство, другие общепризнанные отрасли законодательства, 
констатируем, что в современном состоянии национальной системы 
законодательства отсутствует нормативное закрепление новой отрасли 
законодательства, а именно, информационного законодательства.  
Следует признать, что информационное право не находит своего 
выражения в определенной отрасли законодательства. Тем не менее 
правомерность существования и развития информационного права не 
вызывает сомнения. 
Информационное право и законодательство в динамике. 
Современные реалии информационного законодательства Республики 
Беларусь позволяют выделить наличие трех этапов развития правового 
регулирования информационных отношений, заложивших основу 
формирования информационного общества.  
Первый этап заключен промежутком времени, связанным с 
принятием первой Программы информатизации. 27 ноября 1991 г. Совет 
Министров Республики Беларусь принял Программу информатизации 
Республики Беларусь на 1991–1995 гг. и на период до 2000 г. За это время 
в республике сформировано значительное количество ИР, накоплен опыт 
проектирования и создания информационных систем в областях науки, 
образования, медицины, социального обеспечения. Свое применение ИР 
нашли в правоохранительной деятельности, судебной системе и других 
сферах. Органы государственного управления приобрели навыки работы с 
ИР и системами, осознали их необходимость и значимость. При этом на 
практике сформировался чисто ведомственный подход к разработке и 
принятию нормативных актов. 
Второй этап охватывает время реализации второй программы. 
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Государственная программа информатизации Республики Беларусь на 
2003–2005 гг. и на перспективу до 2010 г. «Электронная Беларусь» 
утверждена постановлением Совета Министров Республики Беларусь от 27 
декабря 2002 г. № 1819. Реализация программы «Электронная Беларусь» 
завершена в 2010-м. За данный период времени было выполнено 107 
проектов, в которых было задействовано 40 исполнителей. Наибольшее 
количество проектов реализовано в интересах Минюста (7), Оперативно-
аналитического центра при Президенте Республики Беларусь (5), 
Администрации Президента Республики Беларусь (5). В ходе реализации 
«Электронной Беларуси» введены в эксплуатацию автоматизированные 
информационные системы обеспечения деятельности ряда органов 
государственной власти и управления, министерств – Администрации 
Президента Республики Беларусь, Государственного секретариата Совета 
безопасности, Аппарата Совета Министров, Комитета государственного 
контроля, Генеральной прокуратуры и др. В рамках Программы в период 
2008–2010 гг. осуществлены проекты в области межведомственного 
взаимодействия государственных органов, электронной торговли, в том 
числе международной. Ряд проектов был направлен на оказание услуг в 
здравоохранении, образовании, информационно-справочных услуг.  
Третий этап, начало которому положил 2010 год, еще не завершен и 
проходит под эгидой реализации Национальной программы ускоренного 
развития услуг в сфере информационно-коммуникационных технологий на 
2011–2015 гг. Работа над Национальной программой также разделена на 
три стадии, в каждой предусмотрен конкретный комплекс мероприятий, 
однако, достаточного правового регулирования не предусмотрено.  
Проблемы и перспективы развития информационного 
законодательства.Анализ сложившегося массива информационного 
законодательства логично ставит вопрос о необходимости выбора 
эффективных способов его систематизации в целях создания более 
устойчивой и системно организованной правовой основы развития этой 
отрасли белорусского права. Полагаем, реализация данной задачи 
позволит снять эпизодичность, противоречивость, несогласованность, 
пробельность действующего законодательства, а также обеспечит базовые 
принципы и требования к гармоничному развитию системы 
информационного законодательства.  
Процесс новейшей систематизации и комплексного упорядочения 
белорусского законодательства нашел свое выражение в государственной 
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деятельности по созданию и актуализации Свода законов Республики 
Беларусь, в структуре которого нашло свое отражение законодательство об 
информации и информатизации в Разделе 10 «Законодательство в области 
образования, науки, информации, информатизации, культуры». Анализ 
структуры Свода законов, основанной в целом на структуре Единого 
правового классификатора, исследование источников национального 
информационного права в информационной сфере, изучение 
правоприменительной практики, позволяет выявить наряду с 
масштабностью, значимостью и актуальностью официального и научного 
представления о системе законодательства и его применении, некоторые 
концептуальные проблемы формирования белорусского информационного 
законодательства.  
Отметим, что в части формирования и развития отрасли 
информационного права отсутствует системно-комплексное планирование 
нормотворческой деятельности в информационной сфере. Практика 
планирования законотворчества в Республике Беларусь регулируется 
указами Президента, в которых утверждаются ежегодные планы 
подготовки законопроектов. С 1998 года по настоящее время в планах 
появлялось лишь несколько законопроектов, касающихся 
информационных отношений, в качестве примеров следует привести: 
законопроект «О научно-технической информации», в плане на 1998 год, 
принят в 1999 году; законопроект «Об информационной безопасности», в 
плане на 2001 год, не принят; законопроект «Об информации, 
информатизации и защите информации», в плане на 2006 год, принят в 
2008 году; законопроект «Об электронном документе и электронной 
цифровой подписи» в плане на 2007 год, принят в декабре 2009 года; 
законопроект «Аб доступе да iнфармацыi аб дзейнасцi дзяржаўных 
органаў» в плане на 2011 год, не принят; законопроект «О внесении 
изменений и дополнений в Закон Республики Беларусь «Об информации, 
информатизации и защите информации», не принят; на 2013 год в планах 
отсутствуют законопроекты данной направленности, да и в 2014 году 
предлагается законопроект лишь в части изменений и дополнений 
действующих. 
Полагаем крайне актуальным скорейшее закрепление обоснованной 
структуры отраслевого законодательства в правовом классификаторе и 
Своде законов, где в настоящее время смешиваются правовые понятия 
информационной сферы, отсутствуют четкие критерии отраслевого 
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построения информационного законодательства, присутствует 
эпизодичность, противоречивость, несогласованность и пробельность 
законодательных и иных норм, практически отсутствует иерархичный 
аспект формирования информационного законодательства.  
По сути, официальная инкорпорация отражает реальное состояние 
информационного законодательства и, к сожалению, тенденции его 
развития. Представляется необходимым выделение законодательства об 
информации и информатизации в отдельный раздел Единого правового 
классификатора и Свода законов в качестве отраслевого законодательства 
с собственными институтами и подинститутами, что обусловлено 
объективными процессами развития общественных отношений в 
информационной сфере и назревшей необходимостью их эффективного 
правового регулирования, научно-обоснованной классификации 
информационного законодательства. Данный подход позволит оптимально 
выстроить композицию нормативной основы отрасли информационного 
права, определить этапы и сроки нормотворческой деятельности, 
осуществить полноту охвата предмета регулирования и значительно 
повысить качество, эффективность и экономичность правового 
регулирования. 
Речь, по нашему убеждению с опорой на учение М.М. Сперанского 
об уложении государственных законов [ ], должна идти не только об 
инкорпорации, консолидации либо иного способа  систематизации, но и 
постепенном последовательном переходе к кодификации правового 
массива в информационной сфере, как высшей форме систематизации и 
оптимальному средству совершенствования законодательства.  
Преимущества кодификации информационного законодательства, 
как высшей формы систематизации, основаны на уникальной возможности 
формирования новейшей отрасли права и законодательства с научной 
проработки стратегических, системных подходов к определению основных 
направлений и концептуальной сути развития информационного права, его 
идеологических и методологических первооснов. Представляется 
возможным формирование эффективного правового регулирования, в 
рамках которого будут развиваться цивилизованным образом 
общественные отношения в информационной сфере. 
Необходима доктринальная разработка сущности и методологии 
кодификации информационного законодательства с последующим 
обеспечением имплементации кодификационных актов в действующее 
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правовое поле страны. Слабая разработанность теоретических основ 
отрасли информационного права, стихийная и хаотичная нормотворческая 
деятельность в информационной сфере, несоответствие объема 
законодательной базы бурно развивающемуся предмету регулирования, 
противоречивая и несогласованная правоприменительная практика требует 
достаточно больших усилий со стороны государства и научного 
сообщества Беларуси. Процесс кодификации потребует системно-
комплексного участия различных специалистов, что предполагает 
тщательную проработку отдельных взаимоувязанных стадий 
кодификационной деятельности. 
С чего начинать? Необходимость научного анализа теоретико-
методологических предпосылок систематизации информационного 
законодательства в Беларуси продиктована неразработанностью научно-
обоснованных целей, принципов и способов его кодификации. 
Определение пределов (детерминации) предмета регулирования 
кодификационного акта даст толчок к тематической инкорпорации, 
инвентаризации действующего нормативного массива, 
совершенствованию устаревших, либо несоответствующих норм и 
разработке новых недостающих правил. Далее должна следовать 
целенаправленная деятельность по разработке, уточнению, гармонизации в 
рамках союзнических отношений понятийно-категориальных, 
терминологических основополагающих понятий в информационной сфере 
на основе жесткого соблюдения требований юридической техники, в том 
числе на принципах научности, системности, преемственности, полноты, 
обоснованности и стабильности.  
Важнейшей стадией кодификации является определение и 
формирование теоретико-обоснованной системы отрасли права с 
выделением общих, особенных и специальных частей, в составе коих 
должна присутствовать система правовых институтов, подинститутов, 
наличие которых обусловливается существованием родственных, 
однородных общественных отношений, требующих урегулирования 
самостоятельной и достаточно автономной совокупностью правовых норм. 
Стоит заметить, что в настоящее время происходит 
последовательное, хотя и с определенными задержками развитие 
институтов, подинститутов информационного права, которые носят 
общеотраслевой и комплексный характер. К общим для информационного 
права относятся: право на информацию, тайна, субъект информационного 
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права, норма информационного права, информационное правоотношение, 
правовое регулирование. Комплексными можно назвать информационно-
правовой статус; информационно-правовой режим; собственность, 
интеллектуальная собственность, договор в информационной сфере, 
информационный продукт, информационная услуга непосредственно 
информационного права [ , с. 86–87]. 
Таким образом, будет выстроена структура отрасли 
информационного права и законодательства, что создаст научно-
методологические предпосылки формирования макета (модели) 
кодификационного акта в информационной сфере, по сути 
Информационного кодекса Республики Беларусь. 
Кодификация информационного законодательства позволит 
осуществить полное системное регулирование информационных 
общественных отношений с максимальной юридической определенностью 
в целях обеспечения гарантий информационных прав и свобод личности, 
общества, государства, развития информационного общества, как 
гражданского, социального, демократического, правового.  
Целостная, внутренне согласованная, стабильная система 
информационного законодательства, слитого в единый кодифицированный 
акт, послужит своеобразным индикатором подлинно демократического, 
социального и правового государства. 
