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PERANCANGAN PROGRAM SIMULASI PEMBELAJARAN ENKRIPSI – 
DEKRIPSI DENGAN METODE MMB (MODULAR  






Kelemahan metode IDEA (International Data Encryption Algorithm) yang 
menggunakan plaintext 64 bit dan operasi perkalian modulo 216 + 1, diperbaiki oleh Joan 
Daemen dalam sebuah algoritma yang dinamakan MMB (Modular Multiplication-based 
Block cipher). Dengan menggunakan plaintext 64 bit (4 buah 16 bit subblock text), 
metode IDEA hanya dapat diimplementasikan pada prosesor 16 bit, sehingga dinilai 
tidak dapat mengikuti perkembangan teknologi pada saat ini yang kebanyakan telah 
menggunakan prosesor 32 bit. Kriptografi metode MMB menggunakan plaintext 128 bit 
dan algoritma iteratif yang terdiri dari langkah-langkah linier (seperti XOR dan aplikasi 
kunci) serta aplikasi paralel dari empat substitusi non linier besar yang dapat dibalik. 
Substitusi ini ditentukan oleh sebuah operasi perkalian modulo 232  –  1 dengan faktor 
konstan, yang memiliki tingkat sekuritas lebih tinggi bila dibandingkan dengan metode 
IDEA yang hanya menggunakan operasi perkalian modulo 216 + 1. MMB menggunakan 
32 bit subblock text (x0, x1, x2, x3) dan 32 bit subblock kunci (k0, k1, k2, k3). Hal ini 
membuat algoritma tersebut sangat cocok diimplementasikan pada prosesor 32 bit. 
Sebuah fungsi non linier, f, diterapkan enam kali bersama dengan fungsi XOR. 
Kerumitan algoritma ini, yang terletak pada proses operasi perkalian modulo 232 – 1, 
perhitungan fungsi non linier f pada proses enkripsi dan dekripsi, serta operasi invers 
pada proses dekripsi, menyebabkan algoritma ini sulit diproses secara manual. 
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