Introduction
The rapid development of internet technology makes the accessing and share of digital information more convenient, at the same time the information security encryption becomes more important, which contains image encryption. Conventional encryption methods such as DES and RSA code system have a problem that encryption speed is too slow, so it isn't satisfied with the need of large data size. Image scrambling is one of the most prevailing encryption algorithms in these years, such as Arnold cat transform [1] , affine transformation [2] , magic square transformation [3] and knight-tour transformation [4] . However the methods that evaluate image scrambling degree, are not too many. There are about two kinds of methods: the method based on the change of position and based on the change of pixel's value [5] . They are all based on integral image, namely considering with all pixel points, but they cannot scale the scrambling degree effectively, because if the integral or local image has the same change, or moving to the same direction, integral advisement will unsuitable.
A method which evaluates image scrambling degree based on the relativity of each pixel point is proposed in this paper, through considering synthetically the change of the position and adjacent pixels' value after scrambling, and finding the excellent value of two changes to determine scrambling effect., so the image encryption will much more security.
The method based on the position changing
Bai sen put forward to a scrambling degree expression which based on changing the position of the pixel [6] : the original pixel (i, j) will be transformed to(i´,j´) through scrambling transformation, then the image scrambling degree is defined as equation (1):
Such as the picture of 160×160 pixels, applying the Arnold cat to iterate the image, table 1 is the iteration result that based on the equation (1), figure 1 contained the image of original, iterated 5 times, 23 times, 45 times and 51times. It can draw a conclusion that iteration degree maintains about 0.5, and the iteration degree has small fluctuation along with the iteration times. The image of iterated 5 times is the same as the 23 times. However, there are some differences in images. The value of iterated 45 times and 51 times is same, and it is difficult to judge the quality from the images.
These shortages make the evaluation method based on the position can't accurately judge scrambling degree. So it needs to find out a new kind of scrambling algorithm to match up it. 
The scrambling algorithm based on the relativity
An image is consisted of many pixels, and there is more or less relativity of closed pixel. All points of the original image exists a changing process gradually, the relativity of the pixels are great. However, the position and the value of the pixel both are changed after scrambling, so the relativity is reduced along with them. Through judging the relativity of closed pixels, it puts forward to the new method of evaluating scrambling degree, for the image of m×n, it is showed as equation (2).
Where is scrambling degree, (0,1), S ij is the relativity of each pixel and its closed pixels. K D (i, j) (D=1,2,3,4) is the relativity of each pixel and 4 pixels around it, ƒ´(i, j) is the pixel of the scrambled image. ƒ(i, j) is the pixel of the original image.
Applying equation (2) to calculate the former image of 160×160, and adopting the Arnold cat map too, the relation of scrambling times and scrambling degree is showed as table (2) . From the table it can distinguish the high and low of iteration degree obviously, in the eyes of the vision, the data of table 2 and figure 1 also are fitted together, so it can select 51 times to encrypt image. For judging the scrambling degree more effective, it can synthesize to consider the calculate method of the position and relativity, in order to choose the better value to carry on encryption. 
The analysis of simulation experiment
In order to further confirm the feasibility and validity of the scale algorithm, select the classical image of 256×256 'lena.bmp' as the original image, and adopt the Arnold cat map to be the scrambling algorithm. figure 2 is a relation of the scrambling times and scrambling degree, which is based on relativity. It's obvious that some scrambling degree value return to zero because the cat map have the periodicity. The degree value of the part selected is listed in the table3. The scale data of adopting the position variation method are listed in table 4. From the data we can see when the image scrambles 90 times, two methods both achieve the high value, if it can satisfy the requirement in the vision too, it may be selected to encrypt. figure 3 is the original image and scrambled 20 32 54 80 90 times, which are used the relevant method. It can see that scrambled 90 times can agree with the demand of the vision. After considering the two evaluation algorithms and the requirement of the vision, we can scale the degree of the image scrambling accurately. This algorithm mainly adopts the Arnold cat map to scramble image, others methods can be used too, such as Hilbert transfer, knight-tour transformation and so on. It also can bring good effect through the relativity method. 
Conclusion
Image scrambling is a method of image encryption, and the scrambling effect is not accurate merely through the vision. The traditional method is to transfer the position to scale. But it can appear too many similar scale values, so that it can't choose correctly the scrambling times. It proposes a method based on the correlation in this paper. Through contrasting the pixel values around the transformation, it can scale the degree effectively. Applying the Matlab to simulation experiment, it is shown that this method has the feasibility and obtained a good scale effect.
