risks, the SMEs should create certain general rules and a succession of steps. This contribution presents the proposal of methodology based on the ISO 31000 principles; however, it provides more complex view on the risk assessment in selected small and medium enterprises. To verify its efficiency, several industrial premises were selected, in which the verification has been performed, and subsequently the remedies and precautions were suggested for its successful implementation into practice.
Introduction

Integrated risk management requires the acceptation of legal requirements and the understanding of risk management basic principles, now described by the Standard ISO 31000. How to build integrated model which integrated emerging and existing risk for SME was one of the partial goal of 7RP project called: INtegRisk (duration of the project is from 2008-2013), which covers 69 partners from more than 24 countries. Authors of article are members of task which lead this issue (T3.1.07).
The category (Figure 1 ) of micro, small, and medium enterprises consists of companies employing less than 250 employees and whose annual turnover does not exceed EUR 50 million and/or balance sheet amount does not exceed EUR 43 million [1, 2] .
Inside the SME category, a small enterprise is de- [2] The causes of problems in SMEs can be defined following: Unawareness of and indifference to valid legislation, Lack of health and safety experts, Deliberate non-abiding by the rules, Lack of funds, Investments to safety considered "burden", Poor awareness and knowledge of the solution of concrete problems, Lack of knowledge of risk assessment methods and tools.
Observing the valid legal requirements is one of the key aspects of health and safety management, as well as that of emerging risk. Creating an effective tool for integrated risk management in SMEs is a demanding task. The position of SMEs in competitive environment can be unambiguously improved by enhancing the legal awareness of company management, by deepening the knowledge of the mutual connection between health, productivity of labor, and working environment, and by the provision of knowledge of tools and methods improving health and safety at work.
Risk Management Principles
Risk management according to ISO 31000 [5] means coordinated activities to direct and control an organization with regard to risk.
Similarly, risk management policy is defined as a statement of the overall intentions and direction of an organization related to risk management. Risk is defined as an effect of uncertainty on objectives.
The process of integration of management systems to achieve set goals is now understood as the integration of components/subsystems based on their common characteristics. In terms of efficient management, important role is played by their integration based not only on common characteristics but also on the relations between them, which form these characteristics.
It follows from these definitions, that for effective risk control it is important to specify the company objectives on strategic level and their tactical management on company's lower levels (process, workstation).
Emerging risk by the EU-OSHA describes any occupational risk that is "new" or "increasing".
By "new" is meant that: a) the risk did not previously exist -New Internal (NI) and caused by: new processes (PN), new technologies (TN), new types of workplace (WN), social or organizational change (SN/ON),
b) a long-standing issue is newly considered a risk emerging due to changes in social or public perception (SNE) -(New External -NE), c) new scientific knowledge allows a long-standing issue to be identified as a risk (KN).
The risk is "increasing" -(I): a) number of hazards leading to the risk is growing (RHI), b) likelihood of exposure to the hazard leading to the risk is increasing (exposure level and/or the number of people exposed), (RHPI), c) effect of hazard on workers' health is getting worse (seriousness of health effects and/or the number of people affected), (RHCI).
In general, the principle of risk control comprises respecting the following fundamental steps: Risk analysis and Risk assessment Determination of the object boundaries. ndentification of threats and hazards, determination of likelihood and consequences. Risk estimation as a combination of Probability (P) and Consequences (C). Risk evaluation. Risk assessment (acceptability, tolerability). Risk control Establishment of measures, i.e. determination of barriers according to legislative requirements and internal regulations (ALARP system = As Low As Reasonably Practicable).
The selection of suitable methodology for risk assessment and control is based on: Effectiveness and simplicity of algorithm. Extent covering the scope and required functions of assessed system/operations. Comprehensibility. Transparent accessibility of conclusions. Feedback possibility.
Especially the matrix notation (the simplest is the 3x3 form for probability P and consequences C) is commonly used for quantitative, semi-quantitative, and quantitative risk analysis is used in practice, for the purpose of transparency and adherence to basic algorithm steps.
For the purpose of health and safety at work management, the equation stating the risk as a combination of two parameters P (Probability) and C (Consequences) is used. Sometimes additional parameter can be added (so called extended risk definition) The third parameter can be Frequency, Exposition or possibility of Averting. Nowadays, the implementation of requirements to assess the probability of human error (i.e. not only the failure of assessed system functionality) arising from BS OHSAS 18001 standard.
According to the manual IRM (A Structured Approach to Enterprise Management), the Risk man- 
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Journal published by Faculty of Mechanical Engineering -Technical University ofor evaluation of risks Responding to significant risks Tolerabe (To) Treat (Tr) Transfer (Tf ) Terminate (Te) Resourcing control Reaction planning Reporting and monitoring risk performance Reviewing the risk management framework.
SME Integrated Risk Management Methodology
Proposed methodology is based on the intersection of two areas that can be sources of existing and emerging risks, following from the layout of assessed system and its activities (holistic approach). It is based on the Risk Radar philosophy (T-technological, E-environmental, S-Socio-Political, Ef-Economic/Financial, R-Regulatory/Legal), and on the method applied to Emergent risk by Bryan Richardson and Peter Gerzon (IRM -Institute of Risk Management) [6, 7] .
In order to make the methodology of integrated risk assessment more effective and to adhere to the legal requirements for SMEs, the methodology for the step of threat identification was divided into two groups: 
V. Environmental
V.I Environment Influences of environment, climatic changes, changes of environment due to human activities influence.
VI. Economical/Financial
VI.1 Financial and Economic
National and international financial changes (e.g. exchange rate variation, prices of products and services).
VII. Human Factors
VII.1 Culture Level of organization culture, ways of management, motivations.
VII.2 Human Factors
Human errors occurrence, possible occurrence of deliberate and unintentional errors.
VII.3 Knowledge
Level of education, training, lack of knowledge and experience in given field/activity.
Micro and Small enterprises (MaS -Micro and Small
) with the number of employees up to 20 - Table 2. 2. Small and Medium enterprises (SaM -Small and Medium) with the number of employees over 20 - Table 3 .
Of course, the choice of tools depends on the extent of activities and graveness of danger (e.g. storage of larger amount of dangerous substances).
For MaS, the criteria for the identification of emerging risks were simplified (see emerging risk by EU-OSHA) as follows: a) new hazards without sufficient knowledge and experience and the support of valid legislation (N-new) The definitions of criteria for the determination of probability or exposition were based on the fol- The following areas and weights of impact (from 1 to 3 for each) were defined for consequences (Tables 4) Standard type 3 x 3 risk matrix has been selected according to stated criteria for probability and consequences of evaluated risk - Figure 2. 
Conclusion
The application of proposed model for SMEs proved the possibility to categorize existing and emerging risks and to perform their integrated assessment. The integrated approach to its management and control, i.e. adopting measures covering the largest possible range of identified hazards, is a bigger problem. Appropriately chosen structure of KPI (Key Performance Indicators) and their specification related to stated company objectives can be of help during this decision making.
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