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(3)これらの相違の検討については、See, e.g., Paul M. Schwartz and Karl-Nikolaus Peifer,
Transatlantic Data Privacy Law, 106 GEO. L. J. 115 (2017).
(4)佐藤智晶「個人情報の流出と損害賠償責任 : 欧米の事例を参考に」判時 2336号（2017
年）133頁以下及び同論文脚注に掲載の諸文献を参照のこと。なお、佐藤論文は、個人情
報漏えいによる損害賠償責任に関するイギリスの下級審判例（Vidal-Hall v. Google）に
ついて否定的にとらえているが、TLT v Secretary of State for the Home Department.
[2016] EWHC 2217 (QB), Various Claimants v Wm Morrisons Supermarket Plc
[2017] EWHC 3133 (QB)等複数の下級審裁判例が個人情報漏えいに関する損害賠償責
任を積極的に認定している。
92






















J. Solove, The New Vulnerability: Data Security and Personal Information 125-26
in SECURING PRIVACY IN THE INTERNET AGE (Radin & Chander, eds., Stanford
University Press, 2008).
(6)最 2小判平成 15年 9月 12日民集 57巻 8号 973頁。
(7)東京地判平成 30年 6月 20日判例集未登載。
(8)アメリカにおける個人情報漏えいに関する問題状況については、See Kimberly Peretti, Data
Breaches: What the Underground World of Carding Reveals, 25 SANTA CLARA
HIGH TECH. L.J. 375, (2008).
(9) See, e.g., Nicholas Green, Standing in the Future: The Case for a Substantial Risk
Theory of “Injury-in-Fact” in Consumer Data Breach Class Actions, 58 B.C.L. REV.
287 (2017); Mark A. Geistfeld, Protecting Confidential Information Entrusted to
Others in Business Transactions: Data Breaches, Identity Theft, and Tort Liability,
66 DEPAUL L. REV. 385(2017).
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唱する学説（See, e.g., Robert L. Rabin, Perspectives on Privacy, Data Security and
Tort Law, 66 DEPAUL L. REV. 313 (2017).）、②プライバシー概念の再構築を提唱
する学説（See, e.g., Danielle Keats Citron, Mainstreaming Privacy Torts, 98 CAL.
L. REV. 1805 (2010).）、③精神的苦痛を損害としてより積極的に認定すべきであると
する学説（See, e.g., Solove & Citron, Risk and Anxiety: A Theory of Data Breach
Harms, 96 TEXAS L. REV. 737(2018).）、④EU法の導入を提唱する学説（See, e.g.,
Karen Eltis, Breaking through the Tower of Babel: A Right to be Forgotten and How
Trans-Systemic Thinking Can Help Re-Conceptualize Privacy Harm in the Age of
Analytics, 22 FORDHAM INTELL. PROP. MEDIA & ENT. L.J. 69 (2011); Beata
A. Safari, Intangible Privacy Rights: How Europe’s GDPR Will Set a New Global
Standard for Personal Data Protection, 47 SETON HALL L. REV. 809(2017).）があ
げられる。
(11) See, e.g., Wilson v. Layne, 526 U.S. 603 (1999).
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不法行為法上のプライバシー（torts privacy or common law privacy）、制定法上
のプライバシー（statutory privacy）といった 3つの分類が採用されており、こ
の 3つの中で、重複するところはあるが、個人情報をどのように保護すべきかが議
(12) Bloustein, Privacy as an Aspect of Human Dignity : An Answer to Dean Prosser, 39
N.Y.U. L. REV. 962 (1964).
(13) 389 U.S. 347, 350-51 (1967).
(14) Prosser, Privacy, 48 CAL L. REV. 383 (1960).
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侵入」（unreasonable intrusion upon the seclusion of another）、②「他人の私
生活に関する不当な公表」（unreasonable publicity given to the other’s private
life）、③「氏名又は肖像の冒用」（appropriation of a name or likeness）、④「公
衆に誤解を生じさせる公表」（publicity that unreasonably places the other in














しでのアクセスが問題となった、1976年のUnited States v. Millerにおいて合衆
国最高裁判所は、自発的に他人に提供された個人情報にプライバシーに関する合理
的な期待は存在しないと判示している(19)。このため、不法行為法を補完するもの
(15)これらについては、See Neil M. Richards, The Limits of Tort Privacy, 9 J. TELECOMM.
& HIGH TECH. L. 357(2011).
(16)不法行為法上のプライバシー侵害法理による個人情報漏えいに関する対応については、See,
e.g., Andrew B. Serwin, Poised on the Precipice: A Critical Examination of Privacy
Litigation, 25 SANTA CLARA HIGH TECH. L.J. 883, 886-87 (2012).
(17) See, e.g., Mapp v. Ohio, 367 U.S. 643 (1961); Whalen v. Roe, 429 U.S. 589 (1977).
(18) 420 U.S. 469 (1975).
(19) 425 U.S. 435 (1976).
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FTC）、連邦通信委員会（Federal Communications Commission, FCC）、証券
取引委員会（Securities and Exchange Commission, SEC）、消費者金融保護局
（Consumer Financial Protection Bureau, CFPB）、合衆国保健福祉省（United
States Department of Health and Human Services）について整理しておく(20)。
まずFTCは、FTC法（Federal Trade Commission Act）第 5条が、「通商におけ
る又は通商に影響を与える不公正な競争方法、また通商における若しくは通商に影響を
与える不公正若しくは詐欺的な行為又は慣行」（Unfair methods of competition in or
affecting commerce, and unfair or deceptive acts or practices in or affecting
commerce）を違法と判断し、規制する権限を付与されているが、その中に情報漏
えいが含まれているとされる(21)。またFTCは、1999年金融サービス近代化法




Online Privacy Protection Act of 1998）に基づいて、13歳未満の者の個人情報
の収集・利用等についてFTCに規制権限が付与されている(22)。同法違反が認定
(20)法と経済学の見地からの個人情報保護の民事的対応、行政的対応の長短に関する検討と
して、See Sasha Romanosky and Alessandro Acquisti, Privacy Costs and Personal
Data Protection: Economic and Legal Perspectives, 24 BERKELEY TECH. L.J. 1061
(2009).
(21)情報漏えいがFTC法第 5条に基づくFTCの規制対象となるのを認めたものとして、See









次にFCCは、1934年通信法（Communications Act of 1934）の通信サービス
利用者の個人情報保護を規定する第 222条(23)、通信サービスの「不公正かつ不当




消費者保護法（Dodd-Frank Wall Street Reform and Consumer Protection Act










(23) Establishes rules to give broadband consumers increased choice, transparency,
and security over their personal data so consumers are empowered to decide how
data are used and shared by broadband providers, 31 FCC Rcd 13911 (2017).
(24) FCCのプライバシーに関する政策動向については、FCC公式サイトのプライバシーに関




























活動とプライバシー侵害」法律論叢 73巻 4＝ 5合併号（2001年）59頁、②については、
拙稿「インターネット上の私的事実公表型プライバシー侵害とアメリカ合衆国憲法修正
第 1条」法律論叢 89巻 6号 221頁、③については、拙稿「パブリシティ権とアメカ合衆
国憲法修正第一条」法律論叢 84巻 2＝ 3合併号 331頁参照。なお、これらの論稿では、
後述のカリフォルニア州の状況についても分析している。
(27) See, e.g., Parks v. Internal Revenue Service., 618 F.2d 677, 683 (10th Cir. 1980);
Nolley v. County of Erie, 802 F.Supp. 898, 904(W.D.N.Y. 1992); Bolduc v. Baily,
586 F.Supp. 896, 902 (D. Colo. 1984).
(28) 542 F.3d 380, 399 (3d Cir. 2008).
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研究所（National Institute for Occupational Safety and Health, NIOSH）が
開示を求める命令を裁判所に申し立てたことの当否が争点となった、1980年の
United States v. Westinghouse Electric Corporationにおいて合衆国第 3巡回区
控訴裁判所は(30)、処方箋等の医療記録の保管及び州への報告義務を薬剤師等に課















(29) Id. (citing Kehoe v. Fidelity Fed. Bank & Trust, 421 F.3d 1209, 1213 (11th Cir.
2005).
(30) 638 F.2d 570 (3d Cir. 1980).
(31) 429 U.S. 589(1977).
(32) 638 F.2d at 578.
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(33) Id. at 579-60.
(34) 149 N.H. 148, 816 A.2d 1001 (N.H. 2003).
(35) 5点目は、個人情報の無断販売が同州の消費者保護法上の詐欺に該当するか否かであった。
(36) 816 A.2d at 1008.
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(38) Id. at 1009.
(39) Id. なお、勤務先住所については、プライバシー性が否定されている。
(40) Id. at 1010.
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(41) Jonap v. Silver, 1 Conn.App. 550, 474 A.2d 800 (1984).
(42) Douglass v. Hustler Magazine, Inc., 769 F.2d 1128 (7th Cir.1985).
(43) Martin v. Municipal Publications, 510 F. Supp. 255 (E.D. Pa. 1981).
(44) 830 F. Supp. 2d 785, 806 (N.D. Cal. 2011).
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(45) Id. at 807-8. また本件判決では、YouTube、Twitter等の SNSが一般に普及した社会
においては、有名人と非有名人の区別が徐々に恣意的なものとなっていくと指摘されて
いるのは、注目に値する。Id. at 808.
(46) 806 F.3d 125 (3d Cir. 2015). なお本件判決では、後述のように、連邦通信傍受法
（Wiretap Act）、蓄積通信法（Stored Communications Act）、コンピュータ詐欺及び威
迫法（Computer Fraud and Abuse Act）に基づく訴訟の当事者適格性が争点となって
いる。
(47) 806 F.3d at 150.
(48) 988 F.Supp.2d at 449.
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(49) 806 F.3d at 150.
(50) Hernandez v. Hillsides, 47 Cal.4th 272, 97 Cal.Rptr. 3d 274 (2009).
(51) 806 F.3d at 151.
(52) ID窃盗に関する各合衆国控訴裁判所の対応を検討するものとして、See Bradford C.
Mank, Data Breaches, Identity Theft, and Article III Standing: Will the Supreme
Court Resolve the Split in the Circuits? 92 NOTRE DAME L. REV 1323 (2017).
(53) 568 U.S. 398 (2013).
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ID窃盗において「実質的危険性」の存在を肯定するのは、第 6、第 7、第 9の各
巡回区である。たとえばハッカーが保険会社のコンピュータ・ネットワークに侵
入し、センシティブな個人情報が漏えいした、2016年のGalaria v. Nationwide
























(54) 663 Fed. Appx. 384, 388 (6th Cir. 2016).
(55) 794 F.3d 688, 694-5(7th Cir. 2015).
(56) 628 F.3d 1139, 1142-43(9th Cir. 2010).
(57) 664 F.3d 38, 43 (3d Cir. 2011).
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ト第 218条において、当該財産の「状態、品質又は価値」（condition, quality or
(58) Id. at 44.
(59) 672 F.3d 64, 80 (1st Cir. 2012).
(60)これらの点については、See Robert L. Rabin, Perspectives on Privacy, Data Security
and Tort Law, 66 DEPAUL L. REV. 313, 319-24 (2011).
(61) 864 N.E.2d 1272, 1273 (N.Y. 2007). 逆に、無形の財産の横領を認めないものとして
（マサチューセッツ州法）、See In re TJX Cos. Retail Sec. Breach Litigation., 527
F.Supp.2d 209, 211-13 (D. Mass. 2007), aff’d in Part, rev’d in part, 564 F.3d 489
(1st Cir. 2009).
(62) 864 N.E.2d at 1278.
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(63) 71 P.3d 296, 327-28(Cal. 2003).
(64) 384 F.Supp.2d 1219 (N.D. Ill. 2005).
(65) Rabin, supra note 60 at 329-30.
(66) 293 A.D. 2d 598, 599, 741 N.Y.S.2d 100, 102 (N.Y.App.Div. 2002).
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また前述の In re Google Inc.においても同合衆国控訴裁判所は、通信傍受法
（Wiretap Act）、蓄積通信法（Stored Communications Act）、コンピュータ詐欺・





(67) Id. at 600.
(68) 542 F.3d at 390-91.
(69) 806 F.3d at 134-49.
(70)このことを 2000年から 2010年の間の連邦法による個人情報漏えいに関する判例データで
もって明らかにするものとして、See Sasha Romanosky, David Hoffman & Alessandro
Acquisti, Empirical Analysis of Data Breach Litigation, 11 J. EMPIRICAL LEGAL
STUD. 74 (2014). また、これらの訴訟においては和解となる場合が多く、そこでは近似
賠償（cy-pres）法理が採用されることが多い。
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Ⅳ Spokeo, Inc. v. Robins合衆国最高裁判所判決
以上の状況の中で合衆国最高裁判所は、個別の法律に基づく個人情報漏えい訴訟
の当事者適格性について、2016年のSpokeo, Inc. v. Robinsにおいて自らの立場
を示した(72)。
1970年公正信用報告法（Fair Credit Reporting Act of 1970, FCRA）は、消
費者信用報告機関が消費者信用報告に関して「可能な限り最大限の正確性を確保す
るための合理的な手続に基づく」こと、また故意にこれを遵守しなかった場合の法











(71) Catherine M. Sharkey, Can Data Breach Claims Survive the Economic Loss Rule?,
66 DEPAUL L. REV. 339 (2017).
(72) 578 U.S. 　 , 136 S. Ct. 1540(2016). 本件判決の評釈として、See Recent Cases,131
HARV. L. REV. 894(2017). 本件判決及びその後の状況について検討するものとして、See
Patrick J. Lorio, Access Denied: Data Breach Litigation, Article III Standing, and
a Proposed Statutory Solution, Columbia Journal of Law and Social Problems, 51
COLUM. J. OF & SOCIAL PROB 79 (2017).
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(73) Lujan v. Defenders of Wildlife, 504 U.S. 555 (1992).
(74) 136 S.Ct. at 1547.
(75) Id. at 1547-8.
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(76) Id. at 1548.
(77) Id. at 1549.
(78) Id.
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(82) Id. at 1556.
(83) Robins v. Spokeo, Inc., 867 F.3d 1108 (7th Cir. 2017).
(84) Id. at 1113.
(85) Id. at 1113-4.
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(86) Id. at 1114.
(87) Id.
(88) Id.
(89) Id. at 1115.
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(90) Id. at 1117-8.
(91) 846 F.3d 625, 636 (3rd Cir. 2017).
(92) Id. at 638-9.
(93) Id. at 639.
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プライバシー保護法（Video Privacy Protection Act of 1988, VPPA）の規定（18
U.S.C. §2710（b）（1））に違反するか否か問題となった、2017年のEichenberger





(94) Id. at n.20.
(95) Id. at 640.
(96) 876 F.3d 979, 983(9th Cir. 2017).
117






























(98) Id. at 984.
(99) 865 F.3d 620, 628-9(D.C. Cir. 2017).
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を規律する 1984年ケーブル通信政策法（Cable Communications Policy Act of
1984）の規定（47 U.S.C. § §551(e)）に違反して、ケーブル事業者が一定期間以上
の間加入者を特定する情報を保有していたことに関して、同法に基づいて訴訟が提












(101) 836 F.3d 925, 930 (8th Cir. 2016).
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法（Privacy Act of 1974）に基づいて損害賠償請求訴訟を提起した、2017年の









（New York General Business Law §349）に違反するとして顧客らが訴訟を提起











(103) 848. F. 3d 262, 275-6 (4th Cir. 2017).
(104) 689 F. Appx 89. 90 (2d Cir. 2017).
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リフォルニア消費者プライバシー法（California Consumer Privacy Act of 2018
























































































































































(107) 大阪高判平成 28年 6月 29日判時 2351号 9頁。
(108) 最二小判平成 29年 10月 23日判時 2351号 7頁。本件判決については、千葉惠美子「個
人情報の漏えいによる慰謝料請求〔平成 29年度重要判例解説〕」ジュリ臨増 1518号 77
頁（2018）等参照。
(109) 最二小判平成 15年 9月 12日民集 57巻 8号 973頁。
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備を求めるGDPR（General Data Protection Regulation）第 80条といった国際的
傾向を考えると、氏名等の個人情報の漏えいについて 500円程度とするわが国の傾向
についても、批判的に検討されなければならないであろう。
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