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In general, official letters are used in all organizations all over the world. An
official letter will normally be written in the proper format then will seal and sent to
the recipient to ensure that the letter is legitimate and pays tribute to the recipients.
Nowadays, there have a system that provides a template to facilitate of creating
official letter. However, the letter that has been completed will be sent to the Post
Office to be signed, seal, and then sent to the destination. There is still use a lot of
papers, take long time to deliver besides the confidentiality and integrity of the letter
is not preserved. Therefore, a new research to create a new framework of Secure
eLetter Enterprise Management System that provide a template following all attribute
to enhance productivity and security of official letter. Digital signature and hash
function can give a degree in level of security for the letter. In addition, access
control is used in giving the confidentiality of the letter to make sure the letter only
can be access by the authorized person. A new framework is design for more
efficient services, faster and regular mail besides consumer safety as well as more
secure.
vABSTRAK
Secara umum, surat rasmi digunakan dalam semua organisasi di merata
dunia. Surat rasmi biasanya akan ditulis dalam format yang kemudiannya akan
disampul dan dihantar kepada penerima untuk memastikan bahawa surat tersebut
adalah sah dan memberi penghormatan kepada penerima. Pada masa kini, terdapat
satu sistem yang menyediakan template untuk memudahkan mewujudkan surat
rasmi. Walau bagaimanapun, surat yang telah siap akan dihantar ke Pejabat Pos
untuk ditandatangani, disampul, dan kemudian dihantar ke destinasi. Sistem ini
masih menggunakan banyak kertas, mengambil masa yang lama untuk
menyampaikan selain kerahsiaan dan keutuhan surat itu tidak dipelihara. Oleh itu,
penyelidikan baru bagi mewujudkan satu rangka kerja baru iaitu “Secure eLetter
Enterprise Management System” yang menyediakan template bagi memenuhi
kesemua ciri-ciri dan dapat meningkatkan produktiviti dan keselamatan surat rasmi
tersebut. Tandatangan digital dan fungsi hash boleh memberi sudut keselamatan
dalam tahap keselamatan untuk surat. Di samping itu, kawalan akses digunakan
dalam memberikan kerahsiaan surat dan memastikan surat itu hanya boleh dicapai
oleh orang yang tertentu. Satu rangka kerja baru ini adalah untuk mencipta
perkhidmatan yang lebih cekap, lebih cepat dan teratur selain keselamatan surat dan
pengguna lebih terjamin.
