The paper presents research, development and advantage of Radio Frequency IDenti cation (RFID) technology based system for medical instrument management and safe usage. The system is developed for two scenarios. In the rst scenario, a Ultra High Frequency (UHF) is used and the UHF-interrogator system with UHF-antennas is constructed to work as conveyor-belt and instruments are placed between two antennas. Second scenario, suitable for the operating rooms, includes four antennas, placed under the table with instruments, system's phase shifter, inserted between the antenna and reader in order to reduce the e ect of dead spots, caused by the electromagnetic re ections. High reliable identi cation rate is achieved by synchronizing phase shifters with particular interrogator. The system is software calibrated and can be re-calibrated at run-time to achieve high e ciency of power transmission to the antenna and in order to enable the receiver to decode the tag signals. With currently on the market available RFID tags and previously mentioned technology approaches, detection rate of 87.5% can be achieved.
Introduction
The healthcare systems in Europe and in the USA are confronted with immense challenges. It is well known that the demographic change in Europe and in particular in Germany a ects the social insurance system. As a consequence, taking in account other factors, the total health expenditures in Germany have increased by 70% since 1995 [1]. Dealing with high expenses requires cutting expenses without reducing the quality of work and services in public and private hospitals.
RFID technology is frequently used in many elds, such as transport automation processes and object identi cation. The success of RFID-technology in the industry inspired the healthcare sector to introduce it for added value such as management of pharmaceuticals, increasing the patient's safety and realizing e cient working processes in hospitals. Both previously mentioned scenarios deal with medical instruments. Among others, the following technologies and methods can be used to optimize and secure some ongoing processes in the healthcare: Introduction of Information and Communication Technology (ICT) to healthcare sectors [2], sophisticated management of electronic patients records and networking systems inside and between hospitals. Further, information technology is very useful for drug management and assignment [3] . One of such optimization bene ts is the cost reduction.
RFID based approach is one of the technology which can be integrated in already existing ICT, due to existing experiences in other elds and reasonable implementation costs. Although there are many di erent RFID system structures, a well-known system structure is preferred (Figure 1) for such particular study. This RFID system consists of four main components: 1. A tag, attached to the target object. A passive tag harvests the energy from the radiated electromagnetic eld. If the magnetic eld is strong enough to charge and activate the tags, the RFID tag goes into ready mode and starts to listen for interrogator commands. 2. The RFID reader or interrogator is responsible for powering the tag, writing to or reading from the it by sending radio waves. The approach using passive tags requires an appropriate antenna, where the size of the antenna depends on the used frequency band, tag size and the desired reading range. 3. The RFID-Middleware layer is the interface between the RFID-reader and the Enterprise-ResourcePlanning) (ERP) system. The middleware layer lters, formats and synchronizes the data from di erent reader systems, also allowing high system scalability. In the majority of cases the middleware is included in the ERP system and is implemented as software layer [4] . 4. The ERP-system allows integration of collected data from middleware with ongoing processes such as inventory management and resource planning. The RFID technology covers many frequency bands, where low and high frequency bands (125 kHz, 13,56 MHz) use load modulation for transmitting data. The Transmission of energy and data strongly depends on the coupling factor between antennas of a tag and a reader. Thus, the reading distance of a desired small size tag is only few millimeters. However b scatter technique in the UHF band (868 MHz) allows to receive data from a small size tag with signicantly longer distance between the antenna and the tag. In our application we assume random orientation of surgical instruments inside the identi cation range, thus a reading distance of 15 centimeters is required. As explained above, the low and high frequencies are not appropriate for this challenging task. Furthermore the UHF band proved on the basis of state-of-the-art as a proper technology for this application.
Methods
The development of RFID reader system requires hardware and software components including the development of a UHF interrogator and the add-on modules for signal processing. The UHF interrogator consists of a UHF Analog Front End (AFE) for data modulation, demodulation, coding and decoding. The di erential output of the AFE is very small, in the range of 0 dBm. Additionally the output power is reduced by additional signal losses caused by signal ltering, directional coupling element, circuit matching and re ection e ects on signal paths between the AFE and antenna load (Figure 2 ), thus while impelementing the system, the Printed Circuit Board (PCB) was developed and designed for minimum losses. In order to amplify the sig- nal to the desired level, the gain factor is controlled by an analog signal from a Digital-to-Analog Converter (DAC) and the output power is then tuned in the range from 0 dBm to 20 dBm. The systems is designed to have six controlling units, based on MSP430 microprocessors, where one acts as a master, controls and communicates with all the rest, four control and communicate with AFE and last one controls the DAC. The AFE is con gured and read out through Serial Peripehral I (SPI) interface. AFE registers include con guration of data rates, data encoding type, frequency of data transfer from the tag to the reader as well as selection of frequency communication channel.
The radiated power of RFID system, while being used in healthcare, is limited to not to interfere with work of life support equipment and any other electronic system, located in range of RFID-identi cation system. The interrogator is equipped with a power detector, indicating the power level of the received signal from the transponder, in order to nd the optimal power level to detect the instruments and not exceed the limitations.
Data acquisition from metallic surgical instruments in the near eld and up to few centimeters from the antenna signi cantly changes the antenna properties, in particularly antenna input impedance. A variation from the given reference impedance (50 Ω) causes re ection e ects appearing between the interrogator and the antenna. Reducing the undesirable e ects at run time require a matching network, such as e.g. a Pi-band-pass-lter, which includes digital controllable capacities. Microprocessor controlling the AFE measures in real-time at the moment re ected signals and rapidly digitally adjusts the capacitances to the optimal values.
Simultaneously with AFE sending a few microseconds carrier-wave without modulated data, the re ected signal is tapped by a directional coupler, passed through the power detector and sampled with a ADC inside the of one of the four AFE controlling microprocessors. The measurement procedure is repeated several times with di erent capacitance combination until the re ected signal is minimized. The automatic impedance matching is done periodically to insure maximal signal transmission and avoiding standing waves on the transmission path.
Due to the used frequency band and the metallic barriers (surgical instruments, metallic box), the electromagnetic waves are re ected causing dead zones, where the signals interfere destructively. Minimizing or avoiding this fundamental problem requires a dynamic phase shifting at run-time. Hence, the majority of hidden transponder in dead zones are then made accessible for the RFID reader. The phase shifting bank is inserted between the UHFInterrogators and antennas. As mentioned previously, one of the microprocessors is controlling the phase shifter hardware with an analog voltage signal, generated with DAC.
Results
The system's hardware was designed, implemented and tested using commercial antennas (linear-and circular polarized). Since the system consists of multiple antennas, used in di erent constellations, it is necessary to consider a synchronization process and "listen before talk" technique for preventing the collision e ects between the interrogators.
In the rst scenario, with a linear polarized antenna, providing wide direction in plane, the tag's signal quality has still strong signal quality dependency from it's orientation according to the eld generated by the antenna. In some constellations the signal quality drops in the proximity of the tag and is not su cient for activating it, what leads to reading failures or missing tag in the ERP system. With this kind of antennas at least 30 from 40 instruments are identi ed.
In the second scenario, circular polarized type antenna is used. 4 near eld antennas are placed on top of the table (see Figure 3) where the electromagnetic wave is divided in 90°shifted components. With a reduced reading range, an identi cation yield of 35 from 40 instruments has been achieved. A system structure is shown in Figures 3 , where as real-life implementation is shown in Figure 4. In the third implementation, tunnel RFID reader was build. The main di erence to the previous demonstrator is the software and the synchronization procedure (Figure 5) . While measuring, the system showed the same performance as in the second scenario.
Commercial UHF-tags, used for identifying, are xed with epoxy on the surface of the surgical instruments. Mechanical structure of some surgical instruments allowed to embed the tags into appropriate opening of the instrument, provided better identi cation rates and protection against mechanical shocks or damage from impact with other surgical instruments (Figure 6 ). 
Conclusion and future work
Experiments showed, that The developed system and appropriate tags embedded on surgical instruments allow a detection rate of 87.5% in the worst case. The improvement of detections rates up to 100% require implementation of advanced signal processing methods, such like carrier leakage suppression [5, 6] for improving the separation between transmitter and receiver. Furthermore, new anticollision algorithms can increase data processing speed and reliability of identi cation [7, 8] . Currently new antenna concepts, optimizing the electromagnetic interferences, are under development.
