II.
Background:
Middleware: Middleware [4] is the basic term in the emerging client server technologies. Basically it is a software that connects (enables communication) between client and server. Middleware is a term that covers all the distributed software needed to support interactions between client and server. Middleware starts with an API set on the client side that is used to invoke a service & it covers the transmission of the request over the network and the resulting response. Middleware Application Programming Interfaces provide a more functional set of capabilities than the OS and network services provide on their own. Internet of Things Middleware: The Internet of Things (IoT) [1] aims to interconnect our everyday life items. It provides them with information processing capabilities to enable computers to sense, integrate, present, and react to all aspects of the physical world. This move from "interconnected computers" to "interconnected things" requires simplifying the development of new applications and services by supporting interoperability among heterogeneous devices; so that the programmer can focus on the development of applications enabled by the infrastructure of IoT. Middleware [9] is a software layer interposed between the infrastructure and the applications using it that basically aims to support important requirements for these applications.
Figure1. IoT Middleware Architecture
Middleware for IoT [2] is required for various reasons. The summary of reasons is as follows:  Difficult to define and enforce a common standard among all the diverse devices belonging to diverse domain in IoT.  Middleware acts as a bond joining the heterogeneous components together.  Applications of diverse domains demand abstraction /adaptation layer.  Middleware provides API (application programming interfacing) for physical layer communications, and required services to the applications, hiding all the details of diversity. The above stated reasons generate the need for various functional components the IoT Middleware must support.
Figure2. Functional components of IoT
We can classify different types of IoT-Middleware [8] based on the various features like interoperation, device management, platform portability, context awareness, security and privacy, and the support of various interface protocols. Table1 [2] depict the classifications of various IoT-Middleware systems based on the various features and interface protocol support respectively. All the listed Middleware support device discovery and management. Context aware functionality is supported by HYDRA, UBIWARE, UBIROAD and SMEPP. On the other hand, SOCRADES, SMEPP, GSN, UBIROAD and HYDRA are some examples of Middleware implementing security and user privacy in their architecture. Based on platform portability, syntactic resolution, HYDRA, SMEPP and ASPIRE are OSGi compliant, UBIROAD uses JAVA and XML, UBISOAP uses J2SE and J2ME, GSN uses XML and SQL, SIRENA and SOCRADES use DPWS while SOCRADES also uses SAP NetWeaver platform and ISMB uses any JAVA compliant platform. WhereX is developed using J2EE architecture and is integrated with Oracle Application Server 10g.It also uses Rhino rule engine which is implementation of Java Script. 
III. Proposed System:
This system includes a thermal camera, a gateway device (Arduino microcontroller)& link smart middleware. These are the basic components of this system as shown in Figure3. Thermal camera:The 47 acres of garbage area will be divided into parts based on the range of the thermal camera. Each of the thermal cameras will be placed in a tower of 100 feet height & it will be connected with a gateway device.This gateway device (Micro controller) will include a temperature sensor which will sense the environment temperature. The device connected with this Micro controller will calculate the difference between the temperatures (environmental temperature and thermal camera observed temperature). If there is a large amount of difference in the temperature, then through the gateway device the information will be sent to the link smart middleware. LinkSmart Middleware:The link smart middleware implements applications that communicate with the gateway device (Micro controller) using the HTTP, IPv6 protocol.These applications capture data regarding the temperature and it will be compared with the threshold value (this value will be set by the fire station professionals). If the calculated temperature exceeds the threshold value then the intimation will be sent to the fire station & corporation office. The intimation will be a mail to the correspondents and message to the corresponding people's mobile. System Architecture: The architecture of the proposed system consists of five layers as shown in Figure4. It can be described as follows.
Figure4 .Layered architecture of the proposed system. 1. Thermal camera: First layer of the architecture consist of the thermal camera. This part of application is directly connected with environment. This camera observes the thermal activities of the dump constantly. 2. Gateway device: This layer is represented by Arduino microcontroller that has a firmware that interprets a set of messages, publishes the data or provides the interaction of environment with the devices. 3. Link Smart Middleware: This is the first layer of software that uses Link Smart platform. It implements applications that communicate with gateway devices [6] using the HTTP and IPv6 protocol. This layer has interfaces that receive commands from the upper layers from the upper layer and sends them to the gateway device in order to act upon the environment. 4. Web services: This layer connects to the LinkSmart Middleware layer and enables client applications to retrieve data, and act upon the environment. 5. Client applications: The top layer is represented by the applications user interface (mobile & web applications). This layer allows user to set the threshold value for temperature. When there is a symptom of fire the information will be sent by the lower layers to these applications.These mobile applications will be developed with the help of J2ME language [7] .
IV. Working Of Proposed System:
The fire station professionals can check the status of the dump in a timely manner. Based on the camera number and the sector number the affected area can be identified. If there is a problem in the dump the it will be intimated to the authorities by sending short messages to their mobile phones. It is the responsibility of LinkSmart middleware to do that process.
The following data flow diagram depicts the flow of control and data of the system clearly.
Figure5. Data Flow Diagram
As shown in the diagram the camera already observes the garbage area under it. If it find any symptom of fire; the information will be sent to the microcontroller. The LinkSmart middleware gets information from the gateway device.then it is the responsibility of the middleware to alert the end user.
V. Conclusion And Future work:
This proposed methodology makes use of IoT Middleware for connecting gateway device (microcontroller) with the end user devices. It will act as a connecting mechanism for connecting the thermal image camera with end user devices (mobile, PC).
The technique used in this methodology will find out the fire on the dump at the initial stage itself; so that it will be easier for the fire stations to locate and solve the problem with less effort. This will be the most cost effective solution for the problem. By using this method the garbage can be stored for further processing without any problem like fire accidents.
This methodology will find out the problem after it gets started. Advanced sensor techniques can be used in future to sense the fire on the dump before it starts; and before indicating the fire to fire stations there can be initial preventive actions like trying to stop the fire automatically.
