ABSTRACT
As a result of the demise of Enron and WorldCom, auditors" responsibilities to detect fraud have increased over time, and the tools to detect fraud should become even more important. Elliott (2002) further argues that unintentional errors will most likely be caught by technology, and that the future of the profession will hinge on the auditor"s ability to detect fraud. In hindsight, are companies becoming so complex that fraudulent activity is now easily accomplished? It is most likely that red flags were present in these previously mentioned companies where fraudulent activity took place. So why weren"t red flags acted upon by the auditors? Was it possible that neither external nor internal auditors knew that red flags existed? Did the auditors recognize the red flags but chose to ignore them because they judged the red flags to be unimportant or of little consequence? Recent headlines demonstrate that the SEC will no longer tolerate this negligence (Scannel, 2006) .
In order to prevent red flags from being viewed as simply a list of ineffective and unrelated cues (Asare and Wright, 2004) or being too long of a list, where dilution effects might occur due to irrelevant information (Waller and Zimbelman, 2003) . The list of red flags found in SAS No. 99 is organized based on the fraud-triangle concept (Albrecht et al., 1995) which involves the interaction of the following three factors: incentive, opportunity, and attitude. Based on this fraud-triangle concept, Wilks and Zimbelman (2004) state "if fraud checklists incorporate this theory, auditors should be better able to process fraud cues."
PURPOSE FOR THE STUDY
This study examines the perceived effectiveness of red flags in the detection of fraudulent financial statements between external and internal auditors. Based on the severe consequences of not recognizing red flags (Enron, WorldCom, and Arthur Andersen), it is important to understand the extent of use and perceived effectiveness of red flags. This study attempts to identify any differences between external and internal auditors in their perceived fraud-detecting effectiveness of SAS No. 99 red flags. In addition, we explore why some auditors would perceive red flags to be ineffective in detecting fraudulent activity, while others consider the same red flag as very effective in fraud detection.
PRIOR RESEARCH
The use of red flags as an audit tool has been researched extensively. However, the number of prior research studies examining the perceived effectiveness of red flags is limited. The following studies examine the wide range of red flag effectiveness among auditing professionals in the detection of fraudulent financial reporting activity. Albrecht and Romney (1986) used audit partners in their study of red flags and management fraud. Their results showed that partners perceived that only one-third of the red flags were considered significant predictors of fraud. These significant red flags tended to be personal characteristics of management rather than company-specific variables. Indicators of fraud concerning management are the attitude/rationalization red flags stated in SAS No. 99.
In a study conducted by Heiman-Hoffman and Morgan (1996) , external auditors from one of the then Big Six public accounting firms were asked to rank the thirty most important warning signs (i.e., red flags) of possible fraud. This study emphasized the fact that red flags or warning signs did carry different weights as perceived by the sample of auditors. The results showed the auditors tended to rate "management attitudes" as the most important category of red flags compared to other organizational factors. Within "management attitudes," auditors identified the most important red flag to be client dishonesty. Management attitudes represent one of the three categories of red flags that are required to be used by external auditors in financial statement audits. Pincus (1989) examined the efficacy use of red flags among auditors. In her study, Pincus found that only half of the respondents indicated they used red flag questionnaires to assist in their fraud assessment, since they considered red flags an important tool in the audit process. However, for the other respondents, one may conclude that non-use of red flag questionnaires indicates these auditors did not perceive red flags to be good indicators of fraudulent activity. Hackenbrack (1993) explored the perceived importance of red flags among auditors with clients of varying sizes. His results showed a wide range of variance in the importance ratings of fraud risk factors. Differences in auditors' experiences between large and small clients were found to account for much of the variability in the ratings of red flags. Auditors assigned primarily to large-client engagements placed more emphasis on factors (red flags) relating to the opportunities of perpetuators to commit fraud than auditors examining small clients. Opportunities to commit fraud represent another category of SAS No. 99 red flags. While the previously cited studies limit their samples to external auditors, other studies examining red flag importance include both internal and external auditors. Apostolou et al. (2001) surveyed both external and internal auditors. In this study, all auditors were asked to rate the importance of the twenty-five red flags found in SAS No. 82. Management characteristics and influence over the control environment were the highest rated indicators (red flags) by the sample of auditors. Interestingly, no significant differences were discovered between external and internal auditors. Also, no differences were found between CPA firms of different sizes regarding their perceived importance of these indicators.
With respect to internal auditor research, Apostolou and Hassell (1993) surveyed 126 internal auditors to investigate red flags. The respondents were asked to rate the importance of red flags that might indicate the possible occurrence of management fraud. Similar to their latest research, the auditors were found to be very consistent in their judgments concerning no significant differences related to the importance of red flags. Gramling and Myers (2003) examined internal auditors perceptions regarding 43 warning signs (red flags) categorized as follows: 14 represent incentive or pressure conditions, 16 represent opportunity conditions, and 13 represent attitude or rationalization conditions. Their results indicate the most important warning sign involves factors related to attitude or rationalization. Of the top 15 indicators, six represent attitude or rationalization conditions, three represent incentive conditions, and six represent opportunity conditions. In addition, four out of the six attitudes or rationalization conditions were rated as the most important of any red flag indicators.
Similar to Gramling and Myers (2003) , a study conducted by Moyes et al. (2005) also asked internal auditors to rate the perceived importance of red flags based on SAS No. 99. In this study, the red flags were categorized into three groups: opportunities, incentives or pressures, and attitudes or rationalizations. The results show that internal auditors consistently rated red flags categorized as opportunity and attitudes/rationalizations as more effective in detecting fraudulent financial reporting activity than red flags labeled incentives/pressures. In summary, the results from previous research are quite consistent. It is apparent that most auditors consider red flags to be an important part of the audit process. However, all red flags do not appear to be equally important. There appears to be some disparity among auditors regarding their agreement on the importance and use of red flags. SAS No. 99 requires that CPAs use 42 red flags in conducting financial statement audits. Internal auditors also use these red flags as well. This study will add to the body of knowledge by examining the perceptions of both external and internal auditors regarding SAS No. 99 red flags as fraudulent financial reporting indicators.
HYPOTHESES Experience
Hackenbrack (1993) examined experience relative to an auditors" employment with large versus small clients rather than an individual auditor"s overall audit experience. With most fraud being well hidden, it is theorized that it requires more experienced auditors who have developed the expertise that is necessary to use red flags correctly in order to recognize fraud. Relatively new and inexperienced auditors lack the intangible qualities accumulated over years of experience. Therefore, inexperienced auditors will not recognize in the same manner as experienced ones that red flags are effective for detecting red flags. The first hypothesis involves three types of work experience: external auditing experience, internal auditing experience, and total auditing experience.
Training
While it is possible that experience is an important factor in perceived importance of red flags, Green and Calderon (1996) suggest that training is a viable option for enabling one to identify risk factors. Based on this, an auditor"s training in the use of red flags should have a significant impact on the perceived effectiveness of red flags in detecting fraudulent activity. Therefore, it is theorized that auditors who have received red flag training should be able to recognize the importance of red flags in the detection of fraud more than auditors with little or no training. The second hypothesis includes three types of red flag training: conferences, in-house training, and CPE hours.
H a 2:
Auditors with more red flag training will perceive red flags to be more effective in the detection of fraudulent financial statements than auditors with less training in the use of red flags.
Exposure to Red Flags
While it is likely that more experienced auditors should tend to have more exposure to red flags, this is not necessarily the case. Albrecht and Romney (1986) examined audit partners who should have a great deal of audit experience, yet they perceived only one-third of the red flags to be significant predictors of fraud. It is theorized that real exposure to red flags in the workplace will an impact auditor"s perception of the effectiveness of red flags versus one who has only a conceptual knowledge of red flags. In a study by Pincus (1989) , one-half of the respondents admitted to using red flags and only those auditors who had used red flags felt that red flags were very effective in detecting fraudulent activity. As such, the third hypothesis deals with exploring exposure to red flags which includes the following: the extent of exposure, how often one uses red flags, the organization"s effectiveness in using red flags, and the detection of fraud due to using red flags. The detection of red flags refers to the actual identification of a red flag during an audit and acting upon it. This type of exposure is more "hands on," and those auditors who have actually done this are most likely to perceive red flags as a very valuable tool in the detection of fraudulent activity. Therefore, it is theorized that users perceive red flags as very effective, while non-users will rate red flag effectiveness much lower.
H a 3:
Auditors who have more exposure to red flags will perceive red flags to be more effective in the detection of fraudulent financial statements than auditors who have not been exposed to red flags.
Firm Size
While Heiman-Hoffman and Morgan (1996) and Apostolou et al. (2001) examined auditors from a then Big Six accounting firm, no other studies examined the relationship between the size of the firm that an auditor worked for and red flag effectiveness. Firm size is treated as a surrogate for the corporate culture inherent within all organizations. It is theorized that this corporate culture may have an impact on the auditor"s perception of the effectiveness of red flags. As such, it is proposed that auditors from larger firms are most likely to perceive red flags as more effective due to the distinct corporate culture found in the large firms. In addition, the larger accounting firms are more likely to come across red flag indicators in the audit of large clients than the smaller firms. Thus, large firms should stress the importance of red flags more than small firms auditing smaller clients.
H a 4:
Auditors from larger firms will perceive red flags to be more effective in the detection of fraudulent financial statements than auditors from smaller firms.
Gender
The literature is mixed concerning differences between male and females. There are no studies that examine the relationship between an auditor"s gender and the perceived effectiveness of red flags. Could one gender identify a red flag whereas the other gender would not? Would both genders perceive red flags the same or differently? Foster et al. (2003) found that males and females are equally adept at technology, but significant differences occurred between genders when assessing controls. Would this indicate possible differences in red flag perceptions? Schwartz and Wallin (2002) reported that "distance" from actual fraud occurrence impacts one"s choice and over time, no differences were found between male and females in the rate of fraudulent disclosures. In another study, Chung and Monroe (2001) concluded that females are more accurate decision makers in complex tasks than males. Is there enough evidence to suggest that gender might impact the perceived effectiveness of red flags? Would one gender ignore an obvious red flag? It might be the males that ignores rather than the females as many studies have found females to be more ethically sensitive than their male counterparts as found in Sweeney (1995) and Cohen et al. (1998) . In accounting education at the university level, females are in the majority (Nelson et al., 2002) and will continue until they become the majority in a male-dominated profession. With females dominating the accounting major and more females entering the profession, audit teams will be a mix of both genders. Similar thinking is crucial and differences need to be identified. As such, the following hypothesis is examined.
H a 5:
There will be differences in the perceived level of effectiveness of red flags in the detection of fraudulent financial statements between male and female auditors.
External versus Internal Auditors
Apostolou et al. (2001) examined the perceptions of the effectiveness of fraud indicators and found no differences between external and internal auditors. This study examines these same groups to see if this is still true. While external and internal auditors essentially use the same audit tools in financial audits, it is proposed that internal auditors have a better working knowledge of what is happening in their organizations based on being exposed to financial information on a daily basis. This greater exposure may cause internal auditors to be more aware of occurrence of red flags. Therefore, internal auditor"s perceptions may tend to be stronger than external auditor perceptions. On the basis of this, four hypotheses are examined. The first hypothesis examines the overall perceived effectiveness of all red flags. In general, internal auditors believe that red flags are more effective in detecting fraud in financial statements than external auditors.
H a 6:
There will be differences in the overall perceived effectiveness of red flags in the detection of fraudulent financial statements between external and internal auditors.
The next hypothesis examines the extent of agreement among each group of auditors. An average rating can be very misleading without examining the distribution of responses from the auditors surveyed. A wider distribution of responses or a large standard deviation associated with each red flag may be indicative of a lack of agreement among the auditors, whereas a more narrow distribution of responses or a small variance may indicate a strong agreement among the auditors concerning their perceived level of fraud-detecting effectiveness of each red flag.
H a 7:
There will be differences in the variance for each red flag"s level of effectiveness in the detection of fraudulent financial statements between external and internal auditors. 
H a 8:
There will be differences in each red flag"s perceived level of effectiveness in the detection of fraudulent financial statements between external and internal auditors. There will be differences in each red flag"s perceived level of effectiveness in the detection of fraudulent financial statements based on the three SAS No. 99 categories between external and internal auditors.
METHODOLOGY Questionnaire
The questionnaire was designed based on 42 red flags identified in SAS No. 99 which fall into three categories: attitude/rationalizations, opportunity, and incentive/pressures. However, these red flags were randomly ordered in the questionnaire to avoid any bias by the respondents. Cox (1980) recommends a five-point to a ninepoint scale as appropriate scaling when the respondents are sophisticated with respect to what is being measured. For this study, each red flag was evaluated by the auditors on a Likert scale with values from one to six ("not effective" to "extremely effective") based on the perceived effectiveness of the red flag in detecting fraudulent financial activity.
The content, readability, and validity of the questionnaire were pilot tested by accounting professors and Texas CPA practitioners, whose suggestions were incorporated into the questionnaire. In addition, as a measure of internal validity, Cronbach"s alpha was calculated for each group of auditor responses. A Cronbach"s alpha value of 0.96 was found for the external auditor responses and a value of 0.97 calculated for the data from internal auditors. These values indicate a high degree of internal validity for a questionnaire of this type.
The questionnaire also contained demographic questions concerning the auditors" experiences with red flags, job title, work experience, educational background, certifications, gender, race, and income level.
Sample
The researchers purchased a list of its members from the AICPA, who were randomly scattered across the United States. Using both U.S. postal service and emails, 2,000 questionnaires were sent and data were collected over a 6-month period. There were 128 1 usable questionnaires representing a response rate of 6.4 percent, which is normal for this type of research given the size and complexity of the survey instrument.
For the internal auditors, the researchers posted the questionnaire to the Global Auditing Information Network (GAIN), an affiliation of the Institute of Internal Auditors (IIA). There are approximately 1,800 internal auditors who are members of GAIN and scattered across the United States. Survey data were collected over a sixmonth period, which resulted in 100 usable questionnaires from internal auditors representing a response rate of 5.6 percent. Both response rates are relatively low for two reasons: (1) the red flag questionnaire was very long in length, and (2) the red flags are a difficult subject for both external and internal auditors to understand and to be able to evaluate their effectiveness. Several auditors commented that they did not have the experience and expertise to judge the level of fraud-detecting effectiveness of the 42 red flags.
A test for non-response bias was conducted on samples of both the external and internal auditors to determine if sample responses were representative of the total population. For this test, late respondents were used as proxies for non-respondents (Oppenheim, 2001 ). Hotellings T 2 was used to test the equality of the multivariate means of the first and second mailings. The results of the test indicate no significant differences between early and late respondents. Therefore, non-response does not exist in this study.
Data Analysis
For each of 42 red flags listed on the questionnaire, the auditors would evaluate the level of fraud-detecting effectiveness of each red flag by selecting one of the six following responses (a six-point Likert scale): The auditor responses recorded on the received questionnaires were entered into a database. Then, a mean was calculated from all the responses from external auditors or internal auditors for each of the 42 red flags. Each mean represents the level of effectiveness of each red flag in detecting fraud perceived by external auditors or internal auditors. T-tests and the Wilcoxon Rank Sum 2 tests were conducted in order to determine whether significant differences existed between external and internal auditors with respect to their perceived level of effectiveness of red flags as predictors of fraudulent financial reporting activity.
In order to examine the within-group level of agreement for each red flag, the variance for each of the 42 red flags by each auditor group was calculated. The variance will indicate the dispersion of responses and show whether or not some degree of agreement has been reached concerning the effectiveness of each red flag. For example, the higher the variance, the less agreement among the group of auditors exists.
Regression analysis was conducted as a method for determining the reason why an auditor might choose a particular level of effectiveness for a given red flag. An aggregate mean was calculated based on every auditor"s response to a specific red flag within external auditors, internal auditors, and both groups combined. These calculated means represent the overall perceived level of effectiveness rating of each red flag and act as the dependent variable. The following reported demographic items act as independent variables that might provide insight concerning why differences in perception may exist: various types of experience, training and conferences, exposure to red flags, use of red flags, firm size, and gender. The regression analysis was run three separate times: (1) with external auditors only, (2) with internal auditors only, and (3) external and internal auditors combined.
For each of the three SAS No. 99 categories of red flags which included opportunity (OP), incentive or pressures (IP), and attitudes or rationalizations (AR), a mean was calculated individually for each red flag and aggregately for all the red flags. On an aggregate level, an overall mean for all 42 red flags was computed from all the responses of each group of auditors. For each auditor group, this overall mean represented the average level of frauddetecting effectiveness of 42 red flags as a group. Each individual red flag was tested against the overall mean using a t-test in order to classify them as most effective, effective, and less effective. Red flags rated as most effective in detecting fraud had significantly higher means than the overall mean. Other red flags, where no significant differences were found when the mean of each red flag was compared to the overall mean, were rated as effective in detecting fraud. The remaining red flags that had means significantly lower than the overall mean were rated as less effective in detecting fraud.
RESULTS

Demographic Information
As shown in Table 1 , the sample of auditors exhibits a wide range of backgrounds. When asked about their exposure to red flags, 69 percent of external auditors and 69 percent of internal auditors were at least "moderately" exposed to red flags. When asked how often they used red flags, "frequently" was cited by 52 percent of external auditors and 50 percent of internal auditors. A much larger percentage of internal auditors (76 percent) compared to external auditors (58 percent) stated they have used red flags to detect fraud. Conferences that instruct how to use red flags to detect fraud were attended by 48 percent of the external auditors and 54 percent of the internal auditors. Employers that offered in-house training on red flags to detect fraud were attended by 29 percent of the external auditors and 20 percent of the internal auditors. Slightly more internal auditors attended red flag conferences than external auditors, whereas slightly more external auditors attended red flag in-house training provided by employers than internal auditors. The number of CPE hours on red flags was generally the same between the two groups of auditors. With regard to "How effective is your organization in using red flags," considering the responses from "seldom" to "somewhat" represented 56 percent of the external auditors and 41 percent of the internal auditors, but including the responses from "seldom" to "mostly" represented 80 percent of the external auditors and 83 percent of the internal auditors.
Importantly, 58 percent of the external auditors indicated that they have used red flags to detect fraud compared to 76 percent of the internal auditors. More internal auditors used red flags for detecting fraud than external auditors, whereas the employers of external and internal auditors had generally similar levels of organizational effectiveness in using red flags to detect fraud.
As to professional certification, 100 percent of the external auditors were CPAs with 4 percent being CIAs and 3 percent being CMAs. In comparison, 68 percent of the internal auditors were CPAs with 35 percent being CIAs and and 2 percent being CMAs. While only a few of the external auditors held multiple certifications, many of the internal auditors held "CPA" and "CIA" certificates as well as other certifications. Eighty-four percent of external auditors were at the "manager" level or higher, while 69 percent of internal auditors were "manager" level or higher. With respect to experience, 73 percent of external auditors and 73 percent of internal auditors had at least 10 years of auditing experience, as well as, 47 percent of external auditors and 39 percent of the internal auditors had more than 20 years of auditing experience. Slightly more external auditors are in management and extremely experienced in the auditing profession compared to internal auditors.
As for education, all the external and internal auditors graduated with bachelor degrees with master and doctoral degrees held by 34 percent of the external auditors and 29 percent of the internal auditors. Eighty-five percent of the external auditors and 76 percent of the internal auditors pursued a major in Accounting. Slightly more external auditors have graduate degrees and majored in Accounting than internal auditors. With respect to gender, 20 percent of the external auditors and 28 percent of the internal auditors were females working within a male-dominated auditing profession.
Hypothesis One: Experience
In this hypothesis, it was postulated that an auditor"s experience would have a significant impact on their perception of the effectiveness of red flags. It was further theorized that the more experience an auditor had or the higher position they had in their firm, the more they would know and understand the importance of red flags and also tend to agree more regarding those red flags identified as more effective versus those red flags identified as less effective. The results of the statistical analysis are somewhat inconclusive for external auditors. Table 2 shows the results of testing for external auditors and it appears that neither experience nor job position has very much if any effect on one"s perceived level of fraud-detecting effectiveness of red flags. Surprisingly, it appears external auditing experience, internal auditing experience, and total audit work experience has little if any impact on an external auditor"s perceived effectiveness of red flags in detecting fraud. Even, the job position of the external auditor has influence upon one"s perception of the fraud-detecting effectiveness of red flags. Although, at the 10 percent level of significance, one may consider that total audit work experience (p = .1149) may be marginally significant to the external auditors" perceived fraud-detecting effectiveness of red flags. In Table 1 , 58 percent of external auditors indicated that they had detected fraud by using red flags. Evidently, 42 percent of the external auditors have detected fraud using red flags and may not be convinced of their fraud detecting effectiveness. The researchers feel further examination needs to be conducted in this area.
For internal auditors, experience does make a difference in one"s perceptions of red flags. In Table 2 , internal auditing experience (p = .0591) and total audit work experience (p = .0865) influenced the internal auditors" perception of the fraud-detecting effectiveness of red flags. Further analysis of this situation found that more experienced internal auditors tend to rate the effectiveness of red flags higher than less experienced internal auditors. It is interesting to note that opposite findings occurred between external and internal auditors for the experience variable. In Table 1 , 76 percent of the internal auditors have used red flags to detect fraud compared to 58 percent of the external auditors. Internal auditing experience may involve more fraud detection using red flags than external auditing experience.
In addition, internal auditors work all year in the environment of their corporate employers, whereas external auditors conduct audits at number corporate clients during the year. Internal auditors perform compliance, operational and financial statement audits, while the external auditors conduct primarily financial statement audits. Internal auditing experience is more diversified in different types of audits than external auditor experience, and internal auditors are more knowledgeable about the accounting system of their employers than the external auditors. More diversified audit experience and more knowledge of the accounting system may explain partially why internal auditing experience enhances one"s perception of the fraud-detecting effectiveness of red flags.
Hypothesis Two: Training
Red flag training included conferences, in-house training, and CPE hours taken by auditors. It is theorized that training specifically on red flags would sensitize auditors concerning the importance, use, and effectiveness of red flags, so that auditors trained in the use of red flags would perceive the red flags to be more important than those auditors with little training. As shown in Table 2 , no significances in perceived fraud-detecting effectiveness were found among the various levels of training for either group of auditors. These findings pose an interesting question: does red flag training matter? It would seem contrary to believe that training would not help an auditor with the use of red flags. At the same time, both external and internal auditors as respondents commented that understanding the nature of red flags and evaluating the fraud-detecting effectiveness of red flags was difficult. Considering the difficulty associated with red flags, it is conceivable that auditors do not learn how to use red flags from simply attending conferences and in-house training.
Hypothesis Three: Exposure to Red Flags
In this hypothesis, exposure to red flags included the following: the extent of exposure, how often red flags are used, an organization"s effectiveness in using red flags, and the use of red flags to detect fraud. Table 2 shows that external auditors" perceived effectiveness of red flags is significant with the following variables: extent of exposure to red flags, how often you use red flags, the organization effectiveness in using red flags, and used red flags to detect fraud. In contrast, internal auditors" perceived fraud-detecting effectiveness of red flags is not significant with these above mentioned variables.
As mentioned before external auditors tend conduct financial statement audits for numerous corporate clients. In compliance with SAS No. 99, the external auditors are required to use these 42 red flags in performing these audits with the objective of detecting any occurrence of fraudulent financial reporting activity. In conducting financial statement audits, the individual external auditors are increasing both their exposure to red flags and the frequency in using these red flags, which explains the significant relation with their perceived fraud-detecting effectiveness of red flags with the extent of their exposure to red flags and how often they use red flags. In addition, as external auditors carry out more financial statement audits, the individual external auditors will, on the average, discover more occurrences of fraudulent activities, which will improve the effectiveness of both external auditors and their organizations in using red flags to detect fraud. In contrast, internal auditors do not have as strong of a professional standard that requires the usage of red flags during the performance of financial statement audits, and thus, it may possibly explain why the internal auditors" perceived effectiveness of red flags in detecting fraud was not significant with the four previously mentioned variables.
It might be argued that exposure to red flags and one"s experience might be correlated in the fact that as one gains more experience in the audit field, one is likely to be more exposed to the use of red flags. The results of this study indicate that these appear to be two separate variables. Note in hypothesis 1, experience was a significant factor with internal auditors but not significant with external auditors. For instance, exposure to red flags was expected to be very significant for internal auditors, but the results show the opposite effect. For external auditors, exposure to red flags impacts their perception of the effectiveness of red flags in detecting fraud.
One of the questions asked of the auditors was "Have you ever used red flags to detect fraud?" As shown in Table 2 , not only were significances found for the group of external auditors but those that responded "yes" to this question tended to perceive higher levels of red flag effectiveness than those external auditors who responded "no" to this question.
For the internal auditors, the significant findings found in hypothesis 1 regarding experience and the nonsignificant findings for this hypothesis are surprising and unexpected. It was theorized that internal audit experience may include some exposure to red flags 3 due to the nature of the work which affects an internal auditor"s perception. However, this finding does not appear to be the case, and some other factor inherent in internal audit work accounts for the variation in perceived effectiveness and not exposure to red flags. Table 2 shows that no significances were found for external auditors with regard to the size of the firm that the auditor works with. This finding is consistent with the results from Apostolou et al. (2001) . Due to the fact the firm size question on the questionnaire was written more applicable to CPA firms and not applicable to the organizations that employ internal auditors. For this reason, the internal auditors did not answer this question. It was theorized that the larger firms would tend to place more emphasis on red flags due to their client base, thus increasing the importance and perceived effectiveness. Also, larger firms possess more financial resources to pay for conferences and in-house training designed to teach how to use red flags for detecting fraud. Furthermore, the larger firms, which represent international and national CPA firms, require their external auditors to hold both a master of accounting degree and CPA license as well as to be competent and knowledgeable about all the auditing and accounting standards. For all these above stated reasons, one would expect external auditors employed with larger firms to recognize more the fraud-detecting effectiveness of red flags than external auditors employed with smaller firms. In contrast, auditors in smaller firms might not emphasize the use of red flags due to less complex audits of smaller clients. This theory was not supported by the data. External auditors may still be learning how to use red flags effectively to detect fraud, since the relatively new SAS No. 99 became mandatory as of December 15, 2002 . For this reason, external auditors at larger firms might recognize the fraud-detecting effectiveness of red flags more than external auditors at smaller firms in the upcoming decade.
Hypothesis Four: Firm Size
Hypothesis Five: Gender
It is not surprising that significances were found between male and female auditors for both external and internal auditor groups as exhibited in Table 2 . What is surprising is that females perceive red flags to be more effective than their male counterparts. For the external auditors, females had a mean of 4.32 whereas males had a mean of 4.00. For internal auditors, females again rated red flags higher (4.21 versus 3.88, respectively). Females" tendency to be more attentive to details and the fact that female accounting students have outperformed male accounting students may be possible reasons for this outcome. Another explanation might be the more cautious nature of female versus male. Therefore, females more than males might tend to regard red flags as much more effective in order to detect fraud and avoid serious ramifications if the fraudulent activity was occurring but was not detected.
Hypotheses Six: Aggregate Mean of External and Internal Auditors
A list of the 42 red flags found in SAS No. 99 is shown in Table 3 with the red flags in descending order from most effective to least effective as perceived by external auditors. In addition, the list of the 42 SAS No. 99 red flags is included for the internal auditors. The aggregate mean for all 42 red flags by external auditors is slightly higher at 4.11, while the aggregate mean for internal auditors is 3.98. No statistical differences were found between these groups of auditors with respect to the overall mean (p-value = 0.2370).
Hypothesis Seven: Level of Agreement among External and Internal Auditors
This hypothesis examines the extent of the distribution of responses for each red flag by each of the two auditor group. On the questionnaire, the values of one to six were the possible answers as to the level of frauddetecting effectiveness indicated by each auditor. It was theorized that red flags with lower aggregate means may have wider dispersion of auditor responses (larger variances) or less agreement among auditors. In the same way, other red flags with higher aggregate means may have narrower dispersion of auditor responses (smaller variances) or more agreement among auditors. As a measure of this dispersion, the variance was calculated for each of the 42 SAS No. 99 red flags for both external and internal auditors as shown in Table 3 . In Table 3 , it was expected as the aggregate means decrease proceeding the right columns indicating lower perceived levels of fraud-detecting effectiveness, the variances or dispersion of auditor responses would tend to generally decrease indicating reducing agreements among auditor responses. In reviewing the means and variances, the inverse relationship between the auditors" perceived level of fraud-detecting effectiveness and the extent of agreement among the auditors" responses, as anticipated, did not happen. In reality, there is no identifiable relationship appears between the means and variances for 42 red flags.
Hypothesis Eight: Individual Red Flag Effectiveness
As shown in Table 3 , 17 of the 42 red flags have significant differences between external and internal auditors are found concerning the perceived level of effectiveness. The t-tests were used to determine these 17 significant differences that are indicated by asterisks in Table 3 . Four of these 17 red flags are regarded by the auditors as the most effective red flags, but significant differences exist between the two groups. The red flag with the highest level of fraud-detecting effectiveness perceived by external auditors is "known history of security violations," while the red flag with highest level of effectiveness red flag perceived by internal auditors is "restrictions placed on the auditor." These significant differences indicate that the external and internal auditors disagree as to the perceived level of fraud-detecting effectiveness of each of the 17 red flags.
Hypothesis Nine: SAS No. 99 Categories
The top portion of Table 4 shows the 42 red flags divided into the three SAS No. categories: attitude or rationalization (AR), opportunity (OP), and incentive or pressure (IP), and subdivided the red flags into three levels of fraud-detecting effectiveness perceived by each auditor group: more effective, effective, and less effective. 4 The middle and bottom portions of Table 4 show only those particular red flags that were perceived by either the external or internal auditors as being more effective in detecting fraud. External auditors identified seven of 12 AR red flags, six of 14 OP red flags, and only two of 16 IP red flags as more effective for detecting fraud. Likewise, the internal auditors identified eight of 12 AR red flags, three of 14 OP red flags, and one of 16 red flags as being more effective in detecting fraud. Internal auditors had a slightly larger number of AR red flags (eight) identified as more effective but were considerably lower than external auditors with only three OP and one IP red flag as being more effective.
Among the more effective attitude/rationalization red flags shown in the middle portion of Table 4 , "Known history of violations of securities law" was considered the most effective by both external and internal auditors, although the external auditors (5.22) perceived this red flag having slightly higher fraud-detecting effectiveness than internal auditors (4.89). External auditors, who conduct financial statement audits would naturally be more knowledgeable about securities law, would consider violations of such law as more indicative of fraud than internal auditors.
Among the more effective opportunity red flags shown in the bottom portion of Table 4 , "Significant, unusual, or highly complex transactions" was considered the most effective by both external and internal auditors, although the external auditors (4.16) perceived this red flag as barely having higher fraud-detecting effectiveness than internal auditors (4.12). The internal auditors which most likely are associated with these complex transactions of their employers than the external auditors, and thus, internal auditors may consider such complex transactions as possibly involving potential fraudulent activity more than external auditors.
Among the more effective incentive/pressure red flags shown in the bottom of Table 4 , "Excessive pressure on operating management to meet financial targets exerted by board of directors or chief executive officers" was considered by both external and internal auditors, although the external auditors perceived this red flag as having slightly higher fraud-detecting effectiveness than the internal auditors. The external auditors possessing more of an outside perspective than the internal auditors would be more likely to notice excessive pressure exerted from directors or executive officers down to the lower managers over operations. Such excessive pressure may be indicative of the occurrence of fraudulent activity.
CONCLUSIONS
It is evident from this study that the perceived effectiveness of SAS No. 99 red flags in detecting fraudulent financial statements varies widely but is consistent with previous research findings. External auditors seem to perceive red flags as more effective generally in detecting fraud than internal auditors. For external auditors, significant indicators of red flag effectiveness were found with variables that measured actual "hands-on" use of red flags such as exposure to red flags, how often one uses red flags, the organization"s effectiveness with red flags, and the use of red flags to detect fraud. For internal auditors, the amount of internal auditing experience directly impacted one"s perception of the effectiveness of red flags. In general, more experienced internal auditors perceived the 42 red flags as being more effective in detecting fraud than less experienced internal auditors. For both external and internal auditors, gender also accounted for differences in perceptions. Surprisingly, female auditors rated the red flags consistently more effective in the detection of fraudulent activity than male auditors. Based on significant differences, the external auditors and internal auditors disagreed about the perceived level of fraud-detecting effectiveness of 17 out of the 42 SAS No. 99 red flags. Based on the fraud-triangle and consistent with previous studies, it is apparent that both external and internal auditors perceived the attitude/rationalizations (AR) red flags to be the more effective red flags than opportunity (OP) red flags, which were also perceived to be more effective than the incentive/pressure (IP) red flags. Given the post-Enron mentality of the government and stockholders, the discovery of fraudulent activity rests squarely on the shoulders of the audit professionals. Further research into why auditors have such varied opinions concerning these audit tools like red flags need to be conducted to insure the proper use of red flags in future audits.
As in all studies, there are some limitations which that must be recognized. Even though the questionnaire was pre-tested and validated, it is still possible that some misinterpretation of the questions might have occurred. While the size of this sample is adequate and acceptable for this type of research, the response rates were low and it is possible the sample might not be representative of the population of auditors in the United States. In addition, all of the self-reported demographic information is true and accurate without question. 
