Abstract-These Recent years have witnessed an extreme growth in research and development in the field of Wireless Networks. The special focus has been on Ad-hoc Networks especially Mobile Adhoc Network. Mobile Ad-hoc Network is a collection of wireless mobile hosts forming a temporary network without the aid of any centralized infrastructure. Mobile ad-hoc networks are self-organizing and selfconfiguring multi hop wireless networks where, the structure of the network changes dynamically. This is mainly due to the mobility of the nodes. The MANET architecture suffers from a highly unstable topology as the links between the nodes break frequently due to movement of the user. So routing protocol selection are key strategies behind the design of any wireless network. This paper focuses on the performance analysis of AODV and DSR routing protocols using network simulator NS-2 with User Defined Protocol (UDP) traffic. These protocols are analyzed against several performance metrics, Throughput, Packet Delivery Ratio, End to End Delay and node mobility speed are kept varying during simulation. 
I. INTRODUCTION
The wireless networks are classified as infrastructure or infrastructure less. In infrastructure wireless networks, the mobile node can move while communicating, the base stations are fixed and as the node goes out of the range of a base station, it gets into the range of another base station. In Infrastructure less or Ad Hoc wireless network, the mobile node can move while communicating, there are no fixed base stations and all the nodes in the network act as routers. The mobile nodes in the Ad Hoc network dynamically establish routing among themselves to form their own network "on the fly". where all nodes are free to move about arbitrarily and where all the nodes configure themselves. In mobile adhoc network, each node act as a host and router and the network topology may also change rapidly [2] . A "Mobile Ad-hoc Network" (MANET) is an autonomous system of mobile routers (and associated hosts) connected by wireless links -the union of which forms an arbitrary graph. [2] The routers are free to move randomly and organize themselves arbitrarily; thus, the network's wireless topology may change rapidly and unpredictably. Such a network may operate in a standalone fashion, or may be connected to the larger Internet [3] . Mobile AdHoc network is a kind of wireless network and selfconfiguring network of moving routers associated with wireless network. The routers are free to move randomly and organize themselves arbitrarily, thus, the network's wireless topology may change rapidly and unpredictably. [4] Mobile Ad-Hoc network is an infrastructure less network due to mobile routers. Each node or router must forward the packets unrelated to its own use. Cellular networks consist of a wired backbone, which connects the base-stations. The mobile nodes can only communicate over a one-hop wireless link to the base-station; multihop wireless links are not possible. By contrast, a MANET has no permanent infrastructure at all. All mobile nodes act as mobile routers. A MANET is highly dynamic. Links and participants are often changing and the quality of the links as well. Furthermore, asymmetric links are also possible. New routing protocols are needed to satisfy the specific requirements of mobile Ad hoc networks. There exists a large family of ad hoc routing protocols [1] . Mobile Ad-hoc Networks (MANETs) are autonomous self-organized networks without the aid of any established infrastructure or centralized administration (e.g., base stations or access points). Communication is done through wireless links among mobile hosts through their antennas. [3] Due to concerns such as radio power limitation and channel utilization, a mobile host may not be able to communicate directly with other hosts in a single hop fashion. In this case, a multi-hop scenario occurs, in which the packets sent by the source host must be relayed by several intermediate hosts before reaching the destination host. Thus, each mobile host in a MANET must function as a router to discover and maintain routes to other nodes in the network [4] . Ad-hoc networks have several advantages compared to traditional cellular systems. These advantages include on demand setup, fault tolerance, and unconstrained connectivity. Mobile Ad-hoc Networks offer unique benefits and flexibility for a variety of situations and applications. Because of these features, the ad-hoc networks are used where wired network and mobile access is either unproductive or not feasible. In emergency search-and-rescue or military maneuverers, a temporary communication network also needs to be deployed immediately. In the above situations, a mobile ad-hoc network (MANET) can be a better choice [4] .
Qutaiba, Bousheri, et al. [5] concentrate on DSDV, DSR and AODV routing protocols that are simulated using different scenarios in terms of different Traffic types, CBR, VBR and then combining both classes in one scenario to scrutinize the impact of this combination. Routing protocols are analyzed against several performance metrics, Average throughput, Normalized routing load, packet delivery fraction, Average energy consumption and total dropped packets. From these studies, DSR proved to be reliable choice for different traffic classes when throughput metric is our concern. Better simulation results for packet delivery fraction and total dropped packets metrics are demonstrated through both DSR and AODV either for network size or nodes movement variations. When combined traffic file is simulated while varying nodes mobility, AODV and DSR maintained a high PDF almost 100% most of the times due to their on-demand nature and their fast recovery when the nodes move at moderate and high speeds. [5] II. CLASSIFICATION OF DIFFERENT ROUTING PROTOCOLS FOR AD HOC NETWORK Routing protocols for ad hoc wireless networks can be classified into several types based on different criteria. Some of the classifications, their properties, and the basis of classifications are discussed below. [6] The classification is not mutually exclusive and some protocols fall in more than once class. The deviation from the traditional routing metrics and path-finding process that are employed in wired networks makes it worth further exploration in this direction. The routing protocols for ad hoc wireless can be broadly classified into four categories based on:
 Routing information update mechanism  Use of temporal information for routing  Routing topology  Utilization of specific resources
A. Based on the Routing Information Update
Mechanism Ad hoc wireless network routing protocol can be classified into two major categories based on the routing information update mechanism. They are: 1) Proactive or table-driven routing protocols: In tabledriven routing protocols, every node maintains the network topology information in the form of routing tables by periodically exchanging routing information. Routing information is generally flooded in the whole network. Whenever a node requires a path to a destination, it runs an appropriate path-finding algorithm on the topology information it maintains.
2) Reactive or on-demand routing protocols: Protocols that fall under this category do not maintain the network topology information. They obtain the necessary path when it is required, by using a connection establishment process. Hence these protocols do not exchange routing information periodically.
B. Based on the Use of Temporal Information for
Routing This classification of routing protocol is based on the use of temporal information used for routing. Since ad hoc wireless networks are highly dynamic and path breaks are much more frequent than in wired networks, the use of temporal information regarding the lifetime of the wireless links and the lifetime of the paths selected assumes significance. The protocols that fall under this category can be further classified into two types: 1) Routing protocols using past temporal information: These routing protocols use information about the past status of the links or the status of links at the time of routing to make routing decisions. For example, the routing metric based on the availability of wireless links (which is the current/present information here) along with a shortest path-finding algorithm, provides a path that may be efficient and stable at the time of path-finding. The topological change may immediately break the path, making the path undergo a resource-wise expensive path reconfiguration process [6] .
2) Routing protocol that uses future temporal information: Protocols belonging to this category use information about the expected future status of the wireless links to make approximate routing decisions. Apart from the lifetime of wireless links, the future status information also includes information regarding the lifetime of the node (which is based on the remaining battery charge and discharge rate of the non-replenish able resources), prediction of location, and prediction of link availability [6] .
C. Based on the Routing Topology
Routing topology being used in the Internet is hierarchical in order to reduce the state information maintained at the core routers. Ad hoc wireless networks, due to their relatively smaller number of nodes, can make use of either a flat topology or a hierarchical topology for routing.
1) Flat topology routing protocols: Protocols that fall under this category make use of a flat addressing scheme similar to the one used in IEEE 802.3 LANs. It assumes the presence of a globally unique (or at least unique to the connected part of the network) addressing, mechanism for nodes in an ad hoc wireless network [6] .
2) Hierarchical topology routing protocols: Protocols belonging to this category make use of logical hierarchy in the network and an associated addressing scheme. The hierarchy could be based on geographical information or it could be based on hop distance.
D. Based on the Utilization of Specific Resources
1) Power-Aware routing: This category of routing protocol aims at minimizing the consumption of a very important resource in the ad hoc wireless networks: the battery power. The routing decisions are based on minimizing the power consumption either locally or globally in the network.
2) Geographical information assisted routing: Protocol belonging to this category improve the performance of routing and reduce the control overhead by effectively utilizing the geographical information available.
III. AD HOC ON-DEMAND DISTANCE VECTOR (AODV)
The Ad Hoc On-Demand Distance Vector (AODV) routing protocol is intended for use by mobile nodes in an ad hoc network. It offers quick adaptation to dynamic link conditions, low processing and memory overhead, low network utilization, and determines unicast routes to destinations within the ad hoc network. It uses destination sequence numbers to ensure loop freedom at all times (even in the face of anomalous delivery of routing control messages), avoiding problems (such as "counting to infinity") associated with classical distance vector protocols [2] .
One distinguishing feature of AODV is its use of a destination sequence number for each route entry. The destination sequence number is created by the destination to be included along with any route information it sends to requesting nodes. Using destination sequence numbers ensures loop freedom and is simple to program. Given the choice between two routes to a destination, a requesting node is required to select the one with the greatest sequence number [7] .
Route Requests (RREQs), Route Replies (RREPs), and Route Errors (RERRs) are the message types defined by AODV. These message types are received via UDP, and normal IP header processing applies. So, for instance, the requesting node is expected to use its IP address as the Originator IP address for the messages. For broadcast messages, the IP limited broadcast address (255.255.255.255) is used. This means that such messages are not blindly forwarded. However, AODV operation does require certain messages (e.g., RREQ) to be disseminated widely, perhaps throughout the ad hoc network. The range of dissemination of such RREQs is indicated by the TTL in the IP header. Fragmentation is typically not required [8] .
An ad hoc network is an instantly deployable wireless network that does not require the services of any networking infrastructure such as base stations or routers. A key feature of these networks is their ease of deployment that makes it ideally suitable for battlefield, search and rescue and disaster relief operations. A Mobile Ad hoc Network (MANET) is a set of wireless mobile nodes forming a dynamic autonomous network. Nodes communicate with each other without the intervention of centralized access points or base stations. In such a network, each node acts both as a router and as a host. Due to the limited transmission range of wireless network interfaces, multiple hops are needed to exchange data between nodes in the network. Fig. 1 shows an example of an ad hoc network, where there are numerous combinations of transmission areas for different nodes. From the source node to the destination node, there can be different paths of connection at a given point of time. But each node usually has a limited area of transmission as shown in Fig. 1 by the oval circle around each node. A source can only transmit data to node B but B can transmit data either to C or D. It is a challenging task to choose a really good route to establish the connection between a source and a destination so that they can roam around and transmit robust communication [9] . Advantages and Drawbacks of AODV: AODV protocol has certain advantages:  It is used to find latest route to destination.  Its connection setup delay is less.  It favours the least congested route instead of shortest route.  It supports unicast and multicast packet transmissions. AODV protocol has also certain drawbacks [10] :  The intermediate nodes can lead to inconsistent route if the source sequence number is very old and the intermediate node have a higher but not the latest destination sequence number, thereby having stale entries.  Multiple route reply packets in response to a single route request packet can lead to heavy control overhead.  Periodic beaconing leads to unnecessary bandwidth consumption.
IV. DYNAMIC SOURCE ROUTING PROTOCOL
The Dynamic Source Routing protocol (DSR) is a simple and efficient routing protocol designed specifically for use in multi-hop wireless ad hoc networks of mobile nodes. DSR allows the network to be completely self-organizing and self-configuring, without the need for any existing network infrastructure or administration. [11] The protocol is composed of the two main mechanisms of "Route Discovery" and "Route Maintenance", which work together to allow nodes to discover and maintain routes to arbitrary destinations in the ad hoc network. All aspects of the protocol operate entirely on demand, allowing the routing packet overhead of DSR to scale automatically to only what is needed to react to changes in the routes currently in use. The protocol allows multiple routes to any destination and allows each sender to select and control the routes used in routing its packets, for example, for use in load balancing or for increased robustness. Other advantages of the DSR protocol include easily guaranteed loop-free routing, operation in networks containing unidirectional links, use of only "soft state" in routing, and very rapid recovery when routes in the network change. [12] The DSR protocol is designed mainly for mobile ad hoc networks of up to about two hundred nodes and is designed to work well even with very high rates of mobility. This document specifies the operation of the DSR protocol for routing unicast IPv4 packets [13] .
Advantages and Drawbacks of DSR [14] : DSR protocol has certain advantages:  It use reactive approach which eliminates the need of periodically flood the network with From Table I , the simulation results shows that the performance of both reactive protocols (AODV and DSR).DSR is batter compare to AODV at higher node End to End Delay.
Good-Put: Measures the transfer of usable data over a given period of time; Fig. 3 shows the simulation results of Good-Put with varying number of nodes for UDP traffic. From the results we see that as number of nodes is increase DSR will deliver higher number of packet compare to AODV in UDP traffic. The simulation results data are shown in Table II . Packet Loss Rate: Fig. 4 shows the simulation results of packet loss rate with varying number of nodes for UDP traffic. From the results we see that packet loss rate is higher in AODV than DSR in UDP traffic. The simulation results data are shown in Table III . 
VI. CONCLUSION
We have compared two On-demand Routing Protocols, Ad Hoc On-Demand Distance Vector Routing (AODV) and Dynamic Source Routing (DSR). We use NS-2 as a simulation platform.
We have done simulation for scenario in which number of nodes, node speed and pause time are kept varying during simulation. As the traffic protocols, we have used User Datagram Protocol (UDP) traffic. We analyse both protocols in terms of End-to-End Delay, Good-Put and Packet Loss Rate.
AODV and DSR both protocol use on-demand approach for finding routing path but different routing mechanism. The AODV routing protocol selects least congested path to transmit the data packets from source to destination, while DSR selects shortest path to transmit data packets from source to destination. From the simulation results we conclude that DSR will give better performance with UDP traffic compare to AODV.
