I. INTRODUCTION
Cloud computing simply means internet computing. It allows user to store large amount of data in cloud storage and use as and when required, from any part of the world, via any terminal equipment. Since cloud computing is rest on internet, It implies sharing of computing resources to handle applications. Cloud computing offers reduced capital expenditure, operational risks, complexity and maintenance, and increased scalability while providing services at different abstraction levels. Cloud Providers offer services that can be grouped into three categories: 1. Software as a Service (SaaS): In this model, a complete application is offered to the customer, as a service on demand A single instance of the service runs on the cloud & multiple end users are serviced. On the customers" side, there is no need for upfront investment in servers or software licenses, while for the provider, the costs are lowered, since only a single application needs to be hosted & maintained. Today SaaS is offered by companies such as Google, Salesforce, Microsoft, Zoho, etc.
Platform as a Service (PaaS):
Here, a layer of software, or development environment is encapsulated & offered as a service, upon which other higher levels of service can be built. The customer has the freedom to build his own applications, which run on the provider's infrastructure. To meet manageability and scalability requirements of the applications, PaaS providers offer a predefined combination of OS and application servers, such as LAMP platform (Linux, Apache, MySql and PHP), restricted J2EE, Ruby etc.
3.Infrastructure as a Service (IaaS):
IaaS provides basic storage and computing capabilities as standardized services over the network. Servers, storage systems, networking equipment, data centre space etc. are pooled and made available to handle workloads. The customer would typically deploy his own software on the infrastructure. Some common examples are Amazon, GoGrid, 3 Tera, etc. Since cloud computing is a utility available on net, so it brings about not only convenience and efficiency problems, but also great challenges in the field of data security and privacy protection and many more like: data theft and leakage, Data confidentiality, Integrity Verification , authentication various hackers attacks are raised .Cloud computing is a great change of information system, Security becomes a bottleneck of cloud computing development, ensuring the security has been regarded as one of the greatest problems in the development of cloud computing.
II. REVIEW PROCESS ADOPTED
A literature review is necessary to know about the research area and what problem in that area has been solved and need to be solved in future. This review process approach was divided into five stages in order to make the process simple and adaptable. The stages were:-Stage 0: Get a "feel" This stage provides the details to be checked while starting literature survey with a broader domain and classifying them according to requirements.
Stage 1: Get the "big picture"
The groups of research papers are prepared according to common issues & application sub areas. It is necessary to find out the answers to certain questions by reading the Title, Abstract, introduction, conclusion and section and sub section headings. 
III. VARIOUS ISSUES IN THE AREA
After reviewing 20 research papers on Cloud Computing Security we have found following issues, which has to be addressed, while the designing and implementation of the Cloud Computing these issues are: 
V. ISSUE WISE SOLUTION APPROACHES USED
The solution approaches under the various issues have been shown in the [16]
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Create fake tuples with uniform distribution with no distinct pattern.
Very efficient in terms of query result analyzing.
[4]  The worst Approach is Key Technologies because by using this approach Network transmission problem, Standardization problems occur.
Issue 2:-Data Leakage and weakness in cloud
 The best approach is 3 Dimensional Security because provides availability of data by overcoming many existing problem like denial of services, Data leakage.  The worst approach is cloud service model because it having some risks.
Issue 3:-Data integrity problem in the cloud environment  In third Issue the best approach is Cloud Storage Data Architecture because it reduce the data block access, and amount of computation on the server and client.  Worst approach is the mechanism to create fake tuples with uniform distribution because for small databases this is not good. computing.  Cloud computing moves the application software and databases to the large data centers, where the management of the data and services may not be fully trustworthy. Because of this problem, raises many new security challenges which have not been well understood.  Protect data through the unsecure networks like the Internet; using various types of data protection is necessary.Investigate new strategies to improve the efficiency of symmetric-key encryption towards more efficient security-aware scheduling.  PCA algorithm for face recognition and algorithm having higher recognition rate appears due to the highercomplexity of these algorithms. It's difficult to apply to encrypted domain.
IX. CONCLUSION
The review of 20 research papers has been carried out in the area of Cloud Computing Security to investigate and find out current challenges and scope of work. After the review, we found issues were Data Hiding, Data Leakage which should be given proper concern, when the enhancement of security takes place. These papers are a survey of different security issues that affect the cloud environment and related work that carried out in the area of integrity. Propose of these models are to reduce the security risks that occurs in cloud computing and improve system reliability.
We were found many issues like data leakage, data hiding, Data integrity, data confidentiality can solved by Data confidentiality and integrity verification using user authenticator scheme, Use of Digital Signature with Diffie Hellman Key Exchange and AES Encryption Algorithm to Enhance Data Security in Cloud Computing, Implementing Digital Signature with RSA Encryption etc. which we review in 20 research papers.
The exhaustive review could finally lead to extract findings in the area of Cloud Computing Security, strengths and weaknesses and scope of work during M. Tech 1st semester Research work.
