Abstract -ISO 31000 has become essential for the practical implication of risk engineering to industry in Indonesia. The National Standardization Body has decided to make ISO 31000 the National standard for the principle and guidance of risk engineering in industry. Meanwhile, the reference for implementating ISO 31000 is very limited, especially in the footwear industry which has significant volume in Indonesian industry. This article gives a description of the implementation and impact of ISO 31000 with respect to a company's risk engineering strategy on the production floor in the footwear industry. The implementation of risk engineering begins with establishing a context to determine any analysis consideration. The next step is the execution of the risk engineering process, which consists of four major steps: risk identification, risk analysis, risk evaluation and risk treatment. Some techniques used in the risk engineering process are semi-structured interview, root cause analysis, consequence/probability matrix, and cost benefit analysis. Fourty five risks are identified from the company studied. From the risk evaluation, 14 risks are identified as risks that require special treatments. Those risks shall become the priority of management. The process of risk engineering discovered risk in safety. Therefore, safety engineering was implemented to improve the system.
I. INTRODUCTION
Industrial Engineering is one of the disciplines of engineering. The object studied in this discipline is the system, or rather, the integrated system. It is called an integrated system because the first, and the most important, component is the human. Other components include materials, information, equipment and energy. It is through the discipline of Industrial Engineering that this integrated system is designed, improved, or implemented. Through this discipline the performance of the integrated systems is estimated.
Uncertainty is a matter that often arises in many situations, places, and moments. This uncertainty can have an impact on the performance of an integrated system, which in turn will have an impact on the targets set for the system. The impact of this uncertainty to an organization's objective is called risk (ISO 31000: 2009), so in an integrated system there is often a risk. The term impact is defined as the deviation from a predetermined objective. Impact can be positive or negative (ISO 31000: 2009). Thus, risk must be considered as neutral. Positive risks to an integrated system must be developed its occurances. However, negative risks must be managed in such a way, so that it becomes clear what sort of treatment should be given to those risks. Risk treatment options include (Susilo and Kaho, 2011):
1. Avoiding risk, which is done by not doing activities that allow the occurrence of such risks, 2. Eliminate all causes or sources that trigger risk, 3 . Change the level of possibility or opportunity of risk, 4 . Change the impact of a risk, 5. Share risk with, or transfer it to, other parties. Risk is defined as the size of probability and consequences of uncertain future events (Yoe, 2011) . Risk is naturally embedded in every uncertainty that impacts the goal of a system (Susilo and Kaho, 2011) . The worst impact of an uncertainty is an undesired result such as cost or losing opportunity. Even though the uncertainty may give better result than a prediction, the possibility of worse case is a challenge that management should overcome. The ability of management overcoming the possibility of risk shows the quality of the management process. One process to enhance management's ability to overcome the uncertainty and dynamicity is through the risk engineering process.
Risk engineering is a decision making process that overcomes the uncertainty and dynamicity (Yoe, 2011) . Risk engineering practise in companies vary according to the needs of each organization. The needs are mostly determined by the characteristics of each system, the system dynamics and its uncertainties.
The applications of risk engineering are much closer to safety engineering. During the risk engineering process, management may discover a risk which is related to safety. If so, safety engineering shall be performed to overcome the risk related to safety. Rasmussen and Svedung (2000) stated that risk engineering must apply an adaptive and closed loop feedback control strategy to cope with the dynamics process. ISO 31000 is a framework of risk that is allowing feedback control strategy through out its process (Risk Management Principle and Guideliness ISO 31000, ). However, not many companies have implement ISO 31000 for risk management in the production process. Therefore, this article is proposing to implement ISO 31000 as risk management tool to improve the production system. This article is devided into five major sections. The first section, the introduction section, describes the background of this research. The second section is a description of literature survey and research gap. Third section is discussing the proposed integrated system, while the methodology used in the research is written in section four. Section five, results and discussion, reflects the data processing and analysis. The final section, the conclusion, presents a summary of the article and suggests further potential areas of research.
II. LITERATURE SURVEY
Gjerdum and Peter (2011) stated that ISO 31000 had established framework that is more flexibile and provided more control than the COSO ERM framework. Alignment of principle, framework and the process of risk engineering in ISO 31000 is as shown in Figure 1 . The flexibility of ISO 31000 can be seen in the principles that can be fit to any organization, while the control can be seen in the process, which involves monitoring and reviewThis is done through close communication and consultations in the team. analyisis, cause and consequence analysis, cause and effect analysis, layer protection analyisis, decision tree, human reliability analysis, bow tie analysis, reliability centered maintenance, sneak analysis, Markov analyisis, Monte Carlo simulation, Bayesian statistics, fn curves, risk indices, consequence/probability matrices, cost benefit analysis, and multi criteria decision analysis. Most of the techniques are also listed as prevalent tools in safety engineering.
ISO 31000 framework gives only generic standard guidance (Susilo & Kaho, 2011 and circumstances. A case study reference can act as a simulation on a system that is compatible with the case study object. This is because the reader can see the probability of output generated by a system from a certain input and scenario of the designated system treatment without having to implement it directly. This is very important considering the amount of cost involved for direct implementation. Moreover, the Indonesian Standardization Body has determined ISO 31000 as the national standard of reference and principle risk engineering process through a policy named: Keputusan Kepala Badan Standarisasi Nasional No. 173/KEP/BSN/10/2011. Therefore, study cases to research the implementation references of ISO 31000 are very important for business practices in Indonesia or other similar countries. Mariana (2017) has shown the powerfulness of ISO 31000 in a low-cost carrier company. Anggraini and Pertiwi (2017) have shown the ability of ISO 31000 in executing risk engineering for a case of the implementation of information technology in an organization. While a case study of implementation of ISO 31000 in procurement management has been described by Mursyid and Sutopo (2017) .
As resulted by the literature survey, a reference of ISO 31000 implementation in manufacturing activity or in a production floor application is not yet available, while the implementation of ISO 31000 as risk management tools can be seen as powerfull and integrated approach towards risk engineering . Therefore, this article is addressed to close the gap of research: to give references and description of ISO 31000 implementation in manufacturing activity or in a production floor.
III. PROPOSED INTEGRATED SYSTEM
This article describes the implementation of ISO 31000 as risk engineering and its integration with safety engineering on the production floor. The implementation takes place in the sport footwear industry. The footwear industry was elected to be studied because it is amongst Indonesia's top 5 manufacturing industries with a trade surplus in January 2017 (Kementrian Perindustrian Republik Indonesia, 2017).
The object of this research is PT Primarindo Asia Infrastructure Tbk, which is located in Bandung, West Java. This company is engaged in the footwear industry with the brand Tomkins and is a well-known subcon for other brands. This company operates on an international scale and is one of the medium-sized companies in Indonesia. To be able to excel in competition, PT Primarindo Asia Infrastructure Tbk must perform every duty in every function as best as possible, especially in the production section which is a very important part of a manufacturing company.
The production section of PT Primarindo Asia Infrastructure Tbk has principles covering the maximization of utilization of production facilities, minimizing production errors, increasing capability and quality of workers, minimizing low-productivity workers, and improving the organizational structure as well as working procedures. These principles are implemented with the help of medium-tech machines and computerized system assistance so that they will be more accurate. PT Primarindo Asia Infrastructure Tbk certainly hope that these principles can be executed properly so that the goals and objectives of the company can be achieved. In reality, there is uncertainty in all of the plans that have been implemented, which have the potential to adversely impact the company's goals or objectives.
IV. RESEARCH METHODOLOGY
The implementation of ISO 31000 was done following the steps of ISO 31000, as depicted in Figure 2 . In Figure  2 , the implementation begins with an initial study and problem identification. Both actions are taken to make sure that the management risk team members have enough knowledge and skill to execute the project firmly before commencing. The knowledge and skill required includes mastering the system that shall be implemented and mastering ISO 31000.
The next step is performing the risk engineering process, as guided by ISO 31000:2009. The risk engineering process consists of three major steps: establishing the context, risk assessment, and risk treatments. Three steps of risk assessment are: risk identification, risk analysis and risk evaluation. When a company has enough historical data records to be analysed through quantitative methods, a quantitative analysis is suggested. However, if a company lacks historical quantitative records, it may analyse with qualitative methods (Sekaran and Bougie, 2013) . In this research, due to a lack of quantitative data, discussions and quantitative analysis are used. The methods used are the cons/prob matrix, the RCA matrix and cost-benefit analysis.
Each step of the risk engineering process, as required by ISO 31000, shall be monitored and reviewed through communication and consultations.
V. RESULTS AND DISCUSSION
The study case considered took place in a sport footwear production floor of PT Primarindo Asia Infrastructure Tbk. One specific area was selected to make the implementation more effective (menurut). The production consists of five processes: cutting, sewing, rubber pressing, stock fitting, and assembling. Each process is lead by a sub-department head. In the subsection below, the results and analysis for each step of risk engineering is presented. The target of risk engineering Identification, analysis, evaluation, and planning the treatment for each risk found in production department to create the smooth and efficient production process 5 Implementation of risk engineering Implementation of communication and consultation, establishing the context, risk identification, risk analyisis, risk evaluation, and risk treatment.
6
Risk assessment method Qualitative and semi-qualitative methods as written in ISO 31000: semi-structured interview, root cause analysis, consequences/probability matrix, cost benefit analysis.
An external context shall be established to identify the stakeholders and to understand their interest. The method used by the risk engineering team is stakeholder analysis, which generates the relationship map of the production department and external stakeholders and also the list of conflict of interests amongst the stakeholders, as depicted in Table II.   TABLE II. 
STAKEHOLDERS ANALYSIS OF PRODUCTION DEPARTMENT IN PT. PRIMARINDO ASIA INFRASTRUCTURE TBK

Stakeholder
Interests Potential Conflicts
Purchasing Department
Procure the raw and supporting material needed by production department Specification discrepancy PPIC Department Planning, instructing, and controlling the production process Sudden change in the instruction or production which does not comply with the instruction Development Department Development of samples, generating standards, pattern and specifications Specification change, or the production which does not comply with the standards and specification
Supplier
Providing goods or services as needed by production department Specification discrepancy Distributor Selling finishing products according to sales order Quantity or specification discrepancy
Transportation Vendor
Renting a transporation mode to send the finish goods to distributors Delay in delivery that causes rescheduling, or a missed delivery that causes re-delivery
The internal context establishment generates the list of main responsibilities and a detailed work breakdown structure per sub-department. Work breakdown structure is a good method to be used to identify all activities inside the implementation system in addition to identifying the job desk of the stakeholders.
Based on the consensus of all risk engineering teams, three criteria are set: impact, measurement of risk possibility, and risk level criteria. The financial impact is counted based on the lost impact cost, meanwhile production impact is considered based on the production delay. The frequency of risk is considered as a measurement criterion. Risk level criteria can be separated into three risk levels: low, medium, and high. The team had decided that low risk can be accepted without any treatments. The sensitivity of each risk that can be accepted by team is as depicted in Table III . By having risk sensitivity, the team would be focused on the middle and high risk for the next step. 
Risk Identification
The team performs semi-structured interviews to identify the risk for each of the activities in the system. Interviews are conducted with each sub-department head where the activities are conducted. The semi-structured interview gives flexibility to the interviewer to explore the responses of interviewee (Sekaran & Bougie, 2013 ).
Thus, the result of the identification process would be more effective. As result of risk identification, risk register I is designated fully. Risk register I is a list of all descriptions of risk, source of risk, the impact of, and the person in charge of, each risk. 
Risk Analysis
During the risk analysis process, the team begins with the determination of the consequences and probability levels. The consequences and probability levels then become input for the consequences and probability matrix. The consequences level and probability level developed are as seen in Table V and Table VI , while the consequences and probability matrix is depicted in Figure  3 .
The financial and delay impact is used to determine the scale (level) of the consequences of probability. Here, because of the lack of qualitative data, the risk engineering team decides to use a consensus scale based on their expertise and experiences in building the subjective consequences/probability matrix. As a result, the matrix produces a more accurate prediction. In the matrix, the team had decided on three categories: high risk, medium risk, and low risk. The team would focus on mitigating the high risk as unavoidable risk, and treating the medium risk based on the cost-benefit analysis of each risk.
Risk register II are then developed based on root cause analysis by using five-whys and a subjective cons/prob matrix. The root cause analysis would help the risk engineering team to verify (monitor and review) the source of risk listed in risk register I. 
Risk Evaluation
The risk register II is evaluated by the risk engineering team by following the consequences/probability matrix. The result is as illustrated in Figure 4 . Based on the consequences/probability matrix, only 14 risks should be evaluated and prioritized.
Based on the consequences, the risk engineering team can then categorize the risk into four priorities as listed in risk register III (Table VIII) . From Table VIII , it is clearly seen that only 4 risks are in the first priority, 2 risks are in the second priority, 2 risks are in the third priority and 6 risks are in the fourth priority.
Risk Treatment
As depicted in Figure 4 , only four risks are categorized as high risk: RA7, RGJ7, RGB8, and RB8. For all those risks, the team management would design a special risk treatment to handle the risk. However, for the remaining risks categorized as medium risk, which means that handling of the risk is not urgent, management shall understand if handling a particular risk by a designated risk treatment would create an equivalent benefit to the system. Therefore, the risk engineering team shall generate the cost benefit analysis for medium risk after designing the treatments. Cost/benefit analysis is done by comparing the benefit and total implementation cost. Benefit is calculated by subtracting baseline cost with residual cost (Susilo & Kaho, 2011) . Table IX shows the design of the risk treatment for fourteen focused risks and the cost/benefit analysis. The treatment design for each risk is developed by the risk engineering team. As seen in Table X , the cost/benefit analysis has stated the value over 100% for all medium risks. Therefore, the benefit received by the system is bigger than the cost, and the implementation of all risk treatments for medium risks is worthwhile. Risk register IV is made to list all the treatments which pass the cost/benefit analysis and specify the purpose of each risk treatment to convince all stakeholders about the importance of implementation of each risk treatment. The risk register IV of PT. Primarindo Asia Infrastructure Tbk is as seen in Table X. The risk register IV closes the risk engineering loop. Management shall execute the list in risk register IV according to its priority and control the implementation. Based on the implementation, management can then redo the loop of the risk engineering process.
VI. CONCLUSION
In conclusion, this article has shown that ISO 31000 can be used on the production floor even when the budget allocated for risk engineering is very limited. The implementation in this article is shown in a context of footwear industry based on a case study. The implementation of ISO 31000 method in PT Primarindo Asia Infrastructure Tbk. identified 45 risks which are caused by 45 risk causal. Fourteen risks have been assessed as priority risks through risk evaluation method. Amongst the priority risks, ten risks are middle risks, and four risks are high risks. Each priority risk has been assessed based on the probability and impact. Special treatment for each priority risk had been designed. Costbenefit analyses were performed for middle risks to further assess the treatments designed in order to make sure that the cost of the designed treatments would be commensurate with the benefit. More research on the implementation of ISO 31000 in different contexts is important. Further research shall also cover the control and maintenance of the implementation ISO 31000.
