A structural monitoring system has been developed for use on high value engineering structures, which is particularly suitable for use in remote locations where rare events such as accidental impacts, seismic activity or terrorist attack might otherwise go undetected.
Introduction
Structural monitoring is developing as an important aspect of condition monitoring to ensure the wellbeing of large structures such as aircraft, offshore platforms and wind generators [1] . One aspect of structural monitoring is the response to more or less continuous low-level loading such as wind and waves, which can be done by periodic sampling. A more difficult problem is to monitor for rare events such as major impacts, which might cause serious damage requiring immediate attention, because continuous monitoring is required. This problem is exacerbated when the structure is in a remote location far from services such as power and communications links.
An application of this type is monitoring pipelines. These are often located in remote parts of the world and are susceptible to large pressure surges, accidental impacts, foundation subsidence and terrorist activity, none of which can be predicted reliably. The author has set up a university spin-out company to provide structural monitoring services in this and similar demanding applications.
The company obtained a DTI Smart award to develop a prototype monitoring system of this type for continuous remote structural monitoring. Figure 1 shows the prototype in the form of a portable demonstrator unit. This paper describes the system and its principle components: a self contained on-site data logger and an offsite analysis facility. Communication between the system components makes use of internet and wireless mobile telephone technologies, and the internet is also used to keep the clients (the owners and operators of the monitored structures) informed.
Monitoring System Overview
The monitor was conceived as a two part system: an on-site component comprising an array of sensors and a fast, intelligent data logger able to operate autonomously for extended periods; and an off-site computer for data analysis, alarm generation, etc. Communication between the two would be via wireless mobile telephone technology. The requirements of the system were:
• very low power requirement for the LMC, • uninterrupted data sampling at up to 2000 samples per second for each sensor, • automatic detection of an event,
• automatic archiving of data, • local storage of all event data by the LMC as a backup in the event of failure of the communications link, • automatic data analysis to determine type and severity of detected events, • automatic generation of e-mail warnings and alarms, The embodiment of this conception is shown schematically in Figure 2 , comprising on-site and off-site sub-systems.
The on-site sub-system comprises a number of sensors and fast data logger known as the LMC (Local Monitoring Computer), which continuously monitors the sensors for the site. It communicates with the outside world a GSM link, a mobile telephone digital data transfer technology, which allows it to operate in remote locations independent of distance from the off-site base station.
The off-site sub-system comprises two independent computers which communicate with one another via the internet. The RSC (Remote Supervisor Computer) handles communication with the LMC and all systems housekeeping functions, and transfers data to the client service computer which archives the data files, performs automatic analysis and, when necessary, generates e-mail alarms. It also maintains a password protected client web page with records of all data received from the LMCs belonging to each client. The heart of the on-site sub-system is the intelligent data logger known as the LMC (local monitoring computer). This is a self-contained battery powered unit which can monitor up to eight sensors continuously to detect an anomalous signal such as a threshold crossing, which is defined as an event. When an event is detected, the LMC stores the data (including a precursor) on an internal flash memory module and also transmits it to the off-site sub-system via GSM mobile telephone link.
The LMC contains eight buffered analogue inputs that can be sampled at any rate up to 2kHz (the rate is set externally via the communications link). Any sensor type may be used, but suitable types for structural monitoring applications are strain gauges, geophones/vibrometers and accelerometers.
The LMC can monitor the sensors continuously using very little power. However, the GSM module has a far higher power requirement and would quickly drain even a large battery if run continuously. The solution to this problem is to establish the link only when it is required and to switch off the GSM module at all other times. This raises the further problem that the LMC could fail without anybody knowing, and this eventuality is safeguarded against by programming the LMC to perform a self diagnostic "health check" at regular intervals and initiating a GSM contact. If this is not received at the appointed time, then the RSC automatically flags a warning.
The RSC handles the housekeeping activity of the system, and can accommodate any number of LMCs.
It monitors the GSM continuously waiting for a contact from a LMC and, when it receives a contact, downloads a data file containing a body of information (LMC identifier, time stamp, sampling rate, etc) and the event or health check data. The data file is then linked to a special internet web page for transfer to the analysis computer. While the link is active, the RSC also transmits to the LMC any changes to its operating conditions (threshold levels, sampling rate, etc) that the system administrator has called for.
The CSC (Client Service Computer) forms the user interface to the system. In the early stages of the project it was proposed that its functions would be incorporated into the RSC, but the two were separated out for convenience during development. The CSC downloads data files as they are made available by the RSC, archives them and analyses them to determine the nature of the event that triggered the LMC. It then makes the information available to the appropriate user (a nominee of the client, normally the owner or operator of the monitored structure) through a password protected web page. If appropriate it also generates an e-mail alarm message. Control of the system is exercised by an administrator who has access to the RSC, and hence to the LMCs. Clients do not normally have this level of access, which is potentially damaging to the system, but have full access to the data generated by their own LMCs. This is available from any location worldwide with internet access. A typical screen-shot of the client web page is given in Figure 3 .
The LMC (Local Monitor Computer)
The LMC and its associated software was developed by the Design Unit, a design and consultancy organisation within Newcastle University with strong expertise in this field. It is a self contained computer optimised for high speed data logging with GSM (mobile telephone) communications and a removable flash memory. In addition, it contains a GPS satellite positioning module and a short range radio link for future mobile and multi-LMC applications, respectively. It is built into a robust, watertight extruded aluminium enclosure approximately 100×70×30mm as shown in Figure 4 .
The function of the LMC is to monitor up to eight analogue input channels in real time, continuously comparing them with threshold levels set by the system administrator over the GSM communications link. When a threshold level is exceeded, indicating that an "event" has occurred, the data (including a precursor) from all active channels is sent to flash memory for permanent backup storage in the event of permanent communications failure. As soon as the data is secure, the LMC "wakes up" the GSM module, initiates a communication with the RSC, up-loads the event data and sends the GSM module back into sleep mode to prevent unnecessary power usage.
At pre-set intervals the LMC also initiates a health check sequence to assure the RSC, and hence the system administrator and the client, that it is functioning correctly. It runs a self-diagnosis routine to check the correct functioning of all the major components, wakes up the GSM module and initiates communication with the RSC. Once the link is established it sends a short data file containing the health check information and requests any pending program updates. If there are any, they are downloaded and the GSM module is returned to sleep mode, following which the updates are incorporated into the LMC monitor program.
The RSC (Remote Supervisor Computer)
The functioning of this computer is transparent to the clients, being concerned only with communications and administrative housekeeping. Its main function is to be permanently available for the down-loading of event data files from the LMCs under its supervision and to make them available as links on a transfer web page, accessible only by authorised web sites.
In addition, the RSC keeps track of the status of each of its LMCs. It notes the initial contact when the LMC is powered up and is aware of the expected timing of health checks. If one should fail to Through the RSC the system administrator controls the functioning of the LMCs (setting active sensors, ADC sampling rate, sampling time, etc) but always delayed until the time of the next scheduled health check transaction.
The monitor and control program is written in Visual Basic.net and runs continuously as a thread, thus allowing the RSC to handle other tasks, including the administration of the transfer web site, simultaneously.
The Client Service Computer
This is the heart of the monitor system as perceived by the clients. It down-loads event data files, apparently direct from the LMC though in fact via the RSC, analyses the data to determine the type of event and its severity, publishes the events on a restricted access web site and, if necessary, sends out an e-mail alarm to notify the client of a potential problem.
The program is also a Visual Basic.net thread running continuously in the background. When a new data file is down-loaded its header is read, from which the LMC that generated it is identified and the file is archived by saving in an appropriate folder and updating a database. The data is then analysed in the following sequence to identify the form of the event and its magnitude.
1. Test for faulty a sensor Calculate the power spectral density function for the trace from each active sensor. If there is a very large peak at 50Hz (or 60Hz for a LMC located in the USA, etc), the event is interpreted as a faulty sensor.
Test for an impact
Determine the length of the event, taken as the time from the initial threshold crossing to the return to a quiescent level. Calculate the power spectral density function for the event duration only. If the frequency of the largest peak is sufficiently high (characteristic of the monitored structure), and there is no comparable peak at a much lower frequency, then the event is interpreted as an impact. Distinguish between major and minor impacts on the basis of the largest excursion. 3. Test for a pressure pulse Smooth the sensor traces by low pass digital filtering to remove high frequency components and retain the general shape of the trace. Test for the filtered trace rising/falling and returning to near the quiescent level without significant overshoot. This is interpreted as a pressure pulse. Distinguish between major and minor pressure pulses on the basis of the largest excursion. 4. If the event should fail all of these tests, it is marked as unclassified and flagged for manual interpretation. 5. Update the databases that maintain records of the events archive. In the light of this analysis a warning or alarm message may be sent to an assigned recipient for each LMC, its wording reflecting the seriousness of the event.
The client service computer also hosts the company web site, which has a restricted page, shown in Figure 3 , accessible only by authorised users with a password. The web page program, also written in VB.net, makes use of the same databases as the analysis program to ensure that each authorised user has access to the correct data only. The users can use this page to review the events reported by any LMC to which they have access, initially by listing the events of a particular type from a LMC and, by clicking on an event, by viewing the sensor traces for that event.
Conclusions
A monitoring system has been developed for recording and analysing occasional and unpredictable events. Its main features are:
• a self contained on-site component with low power requirement and mobile telephone based wireless communications link to • an off-site component which analyses and archives all events, generates automatic e-mail alarms and makes the archived events available to authorised users on the internet; • complete geographical independence of the monitored site, the analysis/archiving computer and the users.
