Introduction
Asian countries have trailed behind their counterparts in the common law jurisdictions regarding the development of procedures for the acquisition and disclosure of electronic documents. This is slowly changing. The introduction of a new Practice direction (PD) in July 2014, which implements a pilot scheme for the discovery and inspection of electronically stored documents in the Commercial List, is the most significant electronic evidence-related development in Hong Kong over the past two years.
Singapore was the first common law jurisdiction in Southeast Asia to introduce formal procedures for the disclosure of electronic documents with its Practice Direction 3 of 2009 (PD3). PD3 was issued by the Singapore Supreme Court in October 2009, and subsequently amended in 2012. The practice direction originally provided for either an 'opt-in' framework to which parties could agree, or allowed the Supreme Court to order discovery. Two and a half years after its introduction, PD3 was amended by Singapore's Supreme Court through its Practice Directions Amendment No. 1 of 2012, which took effect on 1 March 2012, that gave the court the power to apply the PD3 framework whenever appropriate, without consent of the parties, particularly in relation to certain categories of cases listed in the practice direction. Amendment No. 1 also included other updates, such as nomenclature changes, a 'Checklist of E-discovery Issues' and an updated test of proportionality and economy. 1 Hong Kong became the second jurisdiction to issue a practice direction, with recently introduced Practice Direction SL1.2 2 (PD SL1.2) which implements a pilot by the judge in charge of the Commercial List pursuant to Order 72, R 2(3) of the Rules of the High Court, Pilot scheme for discovery and provision of electronically stored documents in cases in the scheme for the discovery and inspection of electronically stored documents in the Commercial List. Other Asian countries, notably South Korea and Japan are still considering the formal implementation of electronic discovery regimes. Although When analyzing Asian language documents, systems must also be able to manage the following:
1. Different character orientations, mixes of both ideographic and alphabetic characters (as is the case with Japanese).
2. Multiple languages; for instance, text in Japanese and Chinese publications may be oriented vertically or horizontally and may include foreign words in different orientations.
Segmentation of text:
There are variances in the use of (or lack thereof) characters to segment text among different languages. For example, in the Thai language, words in a sentence are written contiguously with no separators between them. 8 The reduction of a word into a number of segments is another potential challenge, because there are usually several ways to segment words in a sentence. 4. Systems must also deal with different languages that use the same or similar scripts. For example, although they are different 12 It should be noted that the Chinese use a different set of words for 'calculator' (計算器).
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Grammar must also be considered -for instance, in Japanese, the negative is typically placed at the end of the sentence. This means that a proper analysis must evaluate complete sentences to ensure that the meaning of the content is correctly conveyed.
The implications for content searching are significant. A document analysis, whether performed manually or with an automated tool (such as Technology Assisted Review), must not only account for the different compound terms, but also grammatical rules or the implications of, for example, an omission of a single character or, in the case of ideographic languages, the omission of one or more strokes or the inclusion of an extra stroke, that can profoundly change the meaning of the extracted content.
Finally, spoken Asian languages present challenges for automated audio analysis systems, which must distinguish between different tones (Cantonese Chinese, for instance, has six tones and the mishearing of a tone could change the meaning of a word) and cope with different word usages, slang, and different accents.
Data format differences
Not only are there multiple character representation and input standards to contend with, but also different data formats. For instance, e-mail collected in the U.S. is almost universally from either a Microsoft Exchange (.PST) or Lotus Notes (.NSF) environment. However, e-mail collected in Asian countries, particularly those where Chinese, Hangul (Korean) or Japanese characters are used, could be stored in formats that are not familiar to some electronic discovery systems.
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To further complicate matters, there are currently no agreed upon standards specific to such technologies. 14 Yet the rising volumes of data in electronic form and continuing improvements to automated tools have added pressure on governments for the need for formal procedures regarding the disclosure of electronic documents.
Hong Kong's new Practice Direction Development
In September 2013 the Hong Kong Judiciary revealed that it was engaged in creating a pilot scheme for the discovery and inspection of electronically stored documents in the Commercial List, 15 which is governed by Hong Kong Practice Direction -SL1.1. After several months of study, including the review of similar initiatives in other common law jurisdictions, notably England and Wales, Australia 16 and Singapore, and discussions with legal and technical experts over questions such as whether to place limits in terms of numbers of document, data volumes or both, data formats and language issues, PD SL1.2 was officially published in July 2014.
Application and definitions
Practice Direction SL1.2 aims to provide a framework for reasonable, proportionate and economical discovery and supply of Electronic Documents under Order 24 of the Rules of the High Court (RHC).
17 In addition to the main text, it includes four schedules:
I. Guidance Notes on Discovery of Electronic Documents II. Electronic Documents Discovery Questionnaire ('EDDQ') III. Guidance Notes on the EDDQ
IV. Sample Protocol for Discovery of Electronic Documents
The Practice Direction applies to all actions started in or transferred to the Commercial List where the claim or counterclaim exceeds HK$8 million, and there are at least 10,000 documents to be searched for the purposes of discovery; or where the parties agree to be bound by the Practice direction or where the court directs the parties to follow PD SL1.2. 18 The Practice Direction broadly defines 'document' to mean 
Prevention and other obligations
As soon as litigation is contemplated, the parties' legal representatives must notify their respective clients of their preservation obligations (for instance, that discoverable documents, including electronic files that might be deleted either in accordance with a document retention policy or in the ordinary course of business, must be preserved 23 ), and advise them to issue appropriate instructions to employees or any other custodians. Legal representatives should also advise their clients to maintain a well-organized and 19 Para 3(3) PD SL1.2. 20 PD SL1.2 notes that there are various types of e-mail system (for example, Outlook, Lotus Notes, web-based accounts), whether stored on personal computers, portable devices or in web-based accounts (for example, Yahoo, Hotmail, Gmail). See Footnote 17, PD SL1.2. 21 PD SL1.2, 3(7) defines Metadata' is data about data. In the case of an Electronic Document, Metadata is typically embedded information about the document, in addition to the user generated content, some of which is not readily accessible once the Native Electronic Document has been converted into an electronic image or a paper document. It may include, for example, the date and time of creation or modification of a word-processing file, or the author and the date and time of sending an e-mail. Metadata may be created automatically by an operating system, or manually by a user;'. It is suggested that this should read '…the purported date and time of creation or modification of a word-processing file, or the purported author and the purported date and time of sending an e-mail …'. readily searchable system and filing management of electronic documents for the purposes of discovery.
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Electronic documents need to be preserved in their native formats, that is in the original form in which the electronic documents were created by a computer software program, 25 in a manner which preserves the associated metadata such as the date of creation of each electronic document, 26 even if those same documents are later disclosed in another format.
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The Practice Direction recognizes the possibility that metadata or other useful information relating to documents may not be stored within the documents. 28 Where a party requests the discovery of metadata or forensic image copies of electronic documents that are disclosed -for example in relation to a dispute concerning authenticity -the party making the request must demonstrate the relevance and materiality of the requested metadata and justify the cost and burden of producing it.
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Where electronic documents are subsequently disclosed in another format, they should be rendered in such a way as to include any pertinent information (for instance, 'track changes', 'comments and markup', 'speakers notes', 'hidden rows', 'hidden columns', 'hidden worksheets', etc.) and information should be rendered in colour where colour is present and material to the comprehension of the content.
30
Furthermore, where the court has directed, or the parties have agreed not to provide the electronic documents in their native format, the parties should provide searchable optical character recognition (OCR) 31 versions of the disclosed electronic 24 That is, to ensure that potentially relevant electronic documents, which might otherwise be deleted in the ordinary course of business or under a document retention policy, are preserved until the final determination of the litigation. Sch. 1 Para 7 PD SL1.2. 
Case management conference
Prior to the first Case Management Conference (CMC), the parties need to discuss how they will use technology, both in the management of electronic documents and the conduct of proceedings, to:
1. Create lists of electronic documents to be disclosed, 2. Conduct the actual process of discovery by the provision of documents and information about electronic documents, and 3. Present documents and other materials at trial.
The parties can choose to adduce evidence at trial in the format of electronic documents, but may need to bring along their own devices equipped with any necessary software or specialised technology for presentation to the court.
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Electronic document lists
The Practice Direction allows parties to agree to provide document lists in an electronic file in .csv (comma-separated values) or other agreed format. Documents should be listed individually. If a party already possesses data relating to the documents that make this possible, such as type of document and date of creation, this may be acceptable, providing each electronic document is given a unique reference number so far as is possible. The parties also may list documents in an order other than date order where a different order would be more convenient, 34 but must be consistent in the way they list electronic documents with consistent column headings repeated on each page of the list. Discovery list numbers used in any supplemental lists of electronic documents should be unique and should run sequentially from the last number used in a previous list. 
Privileged documents and the process of discovery
In their discussions prior to the first CMC, the parties also need to identify privileged or other nondisclosable documents (for instance, those involving trade secrets), identify areas of agreement and disagreement, and discuss discovery-related procedures, methodologies and scope. The Practice Direction suggests such discussions cover:
1. The categories of electronic documents within the parties' control, the computers, storage systems, devices and media on which any relevant electronic documents may be found. Note that PD SL1.2 envisages that the primary source of discovery is normally 'reasonably accessible data'. While a party may request specific discovery of electronic documents that are not reasonably accessible, it must demonstrate that the relevance and materiality of these documents and justify the cost and burden of retrieving and producing them. 37 Defined in PD SL1.2 as 'a software-aided search for words across the text of an Electronic Document'. Para 3(6) PD SL1.2.
38 Defined in PD SL1.2 as 'a technological tool or method that uses sophisticated statistical and linguistic models to understand the meaning behind search terms by identifying word patterns and occurrences in Electronic Documents which are then translated into concepts to be used to search information stored electronically which matches the translated concepts'. Para 3(1) PD SL1.2. unreasonable. It also accepted that such search techniques can be supplemented with other technologies where such automated methods of searching are insufficient. The PD warns parties to consider the limitations of such tools with certain types of files -for example document images from scanners or electronic facsimile transmissions, photographs, videos and audio recordings are not readily text searchable -and that the injudicious use of automated search techniques may result in failure to find important electronic documents which ought to be discovered; and may result in the retrieval of excessive numbers of irrelevant electronic documents, which if discovered would place an excessive burden in time and cost on the party to whom discovery is given. d. Dividing the discovery process (what PD SL1.2 calls a 'staged approach') with discovery first being limited to specific categories of documents with the categories subsequently broadened or limited depending on the results initially obtained. Where electronic documents are best viewed using technology not readily available to the party entitled to discovery, and that party reasonably requires additional access facilities, PD SL1.2 specifies that the party making discovery shall 40 Footnote to Para 9(3), paras 22, 23, 24 PD SL1.2.
41 Para 19 PD SL1.2 states: Depending on the circumstances, it may be reasonable to search all of the parties' electronic storage systems, or to search only part of those systems. For example, it may be reasonable to decide not to search for electronic documents which came into existence before a particular date, or to limit the search to electronic documents in a particular place or places, or to electronic documents falling into particular categories. 8. The basis of charging for or sharing costs regarding the provision of electronic files and whether such arrangements are final or are subject to re-allocation in accordance with any subsequent order for costs.
9. Whether paper documents should be scanned for discovery and the format in which these scanned documents should be exchanged (e.g. as a text-searchable pdf document).
10. Agreement on the exchange of data in an electronic format using agreed fields. 43 If a party wishes to redact or make alterations to an electronic document or documents, that party must inform the other party that redacted or altered versions are being supplied and must ensure that the original un-redacted and unaltered version is preserved, so that it remains available if required. However, this does not apply where the only alteration made to the document is an alteration to the metadata as a result of the ordinary process of copying or obtaining access to the document. Para 30 PD SL1.2.
44 Parties are encouraged to enter into 'claw back' agreements setting out detailed protocols to deal with the inadvertent disclosure of electronic documents and to provide details of any such agreement to the court as part of the Information Sheet for the first CMC. Footnote 3 PD SL1.2. 
Court interventions
Parties failing to reach an agreement regarding the discovery of electronic documents ought to seek directions from the court at the earliest practical date. 47 Should a party give discovery of electronic documents without prior discussion with the other parties as to how to plan and manage such discovery, the court may require that that party conduct further searches, repeat any steps it has carried out and may further consider making a wasted costs order.
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The court can also provide direction in relation to discovery on its own, or on application by a party if it considers that the parties' agreement in relation to the discovery of electronic documents to be inappropriate or insufficient. A court can further order that the parties complete and exchange a revised and updated Electronic Documents Discovery Questionnaire (EDDQ), including providing answers to any additional questions that arise, within 14 days or such other period as the court may direct.
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The Electronic Documents Discovery Questionnaire (EDDQ)
In a similar manner to its counterpart in England and Wales under Practice Direction 31B (the Electronic Documents Questionnaire), the EDDQ provides a means for the parties to obtain and exchange the requisite information in a structured manner. The questionnaire is designed to help the parties reach agreement on a proportionate and cost-effective manner of effecting discovery and the supply of electronic documents with regard to the underlying objectives under Order 1A of the RHC. 50 The EDDQ allows parties to propose limiting the search to specific date ranges in addition to other proposals regarding the extent of the search.
Questions are included to provide relevant information about the various issues that are relevant to the parties' electronic documents, communications and database systems (this includes document management systems); data formats for electronic documents (whether the document was stored as a Microsoft Word or equivalent, Microsoft Excel or equivalent, document image or some other format), document retention policies, past instructions, if any, to preserve electronic documents, the use of encrypted files, and data custodians.
The parties can also identify problematic geographical locations of files (such as locations that might hamper the collection of data) and legacy application systems that may contain potentially relevant data.
Service obligations
The parties must serve a draft EDDQ when they serve their respective pleadings with a view to reaching agreement on the scope and extent of the discovery exercise and tools to be used. A signed, completed EDDQ verified by a statement of truth 51 must be filed with the court, together with the Information Sheet for the first CMC, 52 no later than seven days before the first CMC.
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An important evolutionary step
Practice Direction SL1.2 represents an important step in the evolution of the Territory's discovery regime. Hong Kong, whose legal system included rules of the court is based on English common law, significantly updated its Rules of the High Court to implement the Civil Justice Reforms (CJR). 54 As part of the CJR, Hong Kong had sought to update its discovery regime, moving it away from the broad train of enquiry basis 51 The person signing the statement of truth must be available to attend the hearing of the first CMC and any interlocutory applications relating to discovery. That person may be a party, its employee or an electronic discovery specialist or digital evidence specialist. Para 14 PD SL1.2.
52 The Information Sheet submitted to court should include a summary of the matters on which the parties agree and on which they disagree in relation to the discovery of electronic documents (including agreements on orders and protocols for the discovery and supply of electronic documents). Para 16 PD SL1.2.
53 Schedule 1, Para 10 PD SL1.2.
54 The CJR, which came into effect in April 2009, reformed the civil proceedings of Hong Kong's High Court and District Court, except for specialist lists to which the application of the new rules are determined by the judges concerned, and updated some of the rules and procedures of the Hong Kong Lands Tribunal and the Family Court. The underlying objectives of the CJR include increasing the cost-effectiveness of any practice and procedure to be followed in relation to civil proceedings before the court, ensuring cases are dealt with as expeditiously as is reasonably practicable, promoting a sense of reasonable proportion and procedural economy in the conduct of proceedings, ensuring fairness between parties, facilitating the settlement of disputes and ensuring the fair distribution of court resources. See Civil Justice Reform http://www.civiljustice.gov.hk/eng/home.html .
