The DCF (Distributed Coordination Function) is the basic MAC (Medium Access Control) protocol of IEEE 802.11 wireless LANs and compatible with various IEEE 802.11 PHY extensions. The performance of the DCF degrades exponentially as the number of nodes participating in the DCF transmission procedure increases. To deal with this problem, we propose a simple, however efficient modification of the DCF by which the performance of the DCF is greatly enhanced.
Introduction
When nodes contend to transmit their data frames using the DCF (Distributed Coordination Function) in IEEE 802.11 wireless LANs, assuming that only backoff stage exists and the length and transmission rate of data frames are fixed, from the formulas (1) to (7) in [1] the MAC (Medium Access Control) throughput can be approximated by
, with: w = 2 W i + 1 (1) where W i + 1 is the maximum backoff time slots of backoff stage i , L the length of payloads in data frames and T the time taken to transmit a data frame and the corresponding ACK frame including the inter-frame spacings of DIFS (DCF Inter-Frame Space) and SIFS (Short Inter-Frame Space). It can be seen from (1) that the performance of backoff stage i degrades exponentially as the number of nodes participating in the DCF transmission procedure increases. Therefore, we deduce that the performance of the DCF even with backoff stages 0, 1 . . . , m degrades exponentially as the number of nodes increases.
With the increased number of users of wireless LANs by the new technologies such as IEEE 802.11n and IEEE 802.11ac, and the deployment of WiFi sensors, the research is needed to enhance the MAC performance of wireless LANs [2] [3] [4] [5] .
In the literature, the optimization of contention window and the number of backoff stages has been studied to enhance the performance of the DCF [6] [7] [8] . However, because the boundary of candidates for the optimization of the parameters converges to infinite limit as the number of nodes participating in the DCF transmission procedure increases, it is difficult to develop an efficient method for optimizing the parameters. According to [6] , the joint optimization of the parameters of contention window and the number of backoff stages yields no additional performance gain over the simple optimization of contention window.
In this paper, we want to let with the probability p each node in backoff stage 0 be able to attempt to transmit its data frame after a PIFS (PCF Inter-Frame Space) period following the detection of idle channel state without backoff. Because a PIFS period is smaller than a DIFS period which is the minimum waiting time for general nodes before attempting to transmit their data frames, the nodes in backoff stage 0 that are selected with the probability p are privileged for the prioritized channel access. By the prioritized channel ac-cess of backoff stage 0, the transitions of nodes from other backoff stages than backoff stage 0 to backoff stage 0 are reduced and the transitions from backoff stage 0 to other backoff stages are increased, which leads to the reduced number of nodes in backoff stage 0. The proposed method differentiates the nodes in backoff stage 0 and other backoff stages into different contention domains and has the advantage of reducing the collisions between transmissions by granting the prioritized channel access to the nodes in backoff stage 0. We want to maximize the MAC performance of wireless LANs by optimizing the probability p that the nodes in backoff stage 0 are granted the prioritized channel access considering the MAC throughput and the service fairness between the nodes in backoff stage 0 and other backoff stages.
We propose the new method for enhancing the MAC performance of the DCF in IEEE 802.11 wireless LANs. Simulation results are presented to show the MAC performance improvement by the proposed method.
MAC performance improvement method
The authentication and association processes should be performed between the AP (Access Point) and the nodes before the nodes are allowed to be served in IEEE 802.11 wireless LANs. Therefore, the AP knows the number n of nodes that are associated with itself. The AP broadcasts the beacon frames regularly during CPs (Contention Periods) where the DCF is operated. For the proposed method, the new field of the updated prob-ability that the nodes in backoff stage 0 are granted the prioritized channel access should be added to the existing beacon frames so that the nodes update the probability p from the received beacon frames.
Let the nodes in backoff stage 0 generate the random numbers in [0, 1]. The nodes that generated the random numbers ≤ p are privileged to attempt to transmit their data frames after a PIFS period following the detection of idle channel state. Because general nodes should wait for a DIFS period, which is greater than a PIFS period by a time slot, before attempting to transmit their data frames, the nodes in backoff stage 0 that are selected with the probability p are granted the prioritized channel access. When the nodes granted the prioritized channel access experience successful data transmissions or experience unsuccessful data transmissions due to the collisions of simultaneous transmissions or any other reasons, the nodes follow the existing DCF backoff pro-cedure for the transition between backoff stages after successful or unsuccessful data transmissions. The nodes in backoff stage 0 that are not selected for the prioritized channel access and the nodes in backoff stages other than 0 follow the existing DCF backoff procedure to attempt to transmit their data frames. The AP can optionally access the channel after a SIFS period following the detection of idle channel state. Because a SIFS period is smaller than a PIFS period by a time slot, the AP can safely broadcast the beacon frames from which the nodes can update the probability p .
Let us assume that r nodes out of n nodes are in backoff stage 0 and the remaining n − r nodes are in other backoff stages. Because r nodes in backoff stage 0 attempt to transmit their data frames using the prioritized channel access with probability p, the probability q that the transmission using the prioritized channel access is successful is upper bounded as follows
where the inequality holds if the hidden node problem is present in wireless LANs or an error-prone channel is considered. As more consecutive successful transmissions occur using the prioritized channel access, the service fairness between the nodes in backoff stage 0 and other backoff stages is worse. The mean sum s of the waiting times that the nodes in backoff stages other than 0 experience due to the consecutive successful transmissions using the prioritized channel access can be derived as follows
where 1 1−q −1 is the mean number of consecutive successful transmissions using the prioritized channel access and E[T s ] is the mean time taken to transmit a data frame and the corresponding ACK frame including the interframe spacings of PIFS and SIFS. The AP can derive by collecting the transmissions times of the data frames that it receives successfully from the nodes. Because the upper bound of the successful transmission probability q in (2) is maximized when p = 1 r , considering that r = 1, 2, . . . , n nodes are in backoff stage 0, p maximizing the upper bound of q is ranged as follows
Furthermore, if we want the mean sum s of the waiting times of the nodes in backoff stages other than 0 due to the prioritized channel access in (3) to be upper bounded by D , the probability p should satisfy the following conditions
When r = 2, 3, . . . , n , the upper bound of p that satisfies (5) is 1. When r = 1 , the upper bound of p that satisfies (5) is
Therefore, combining (4) and (6), when n ≥ 2 , p is ranged as
When n = 1 , we can set p to 1. For convenience of explanation, the lower and upper bounds in (7) are, respectively, denoted by p L and p U .
We need to select the prioritized channel access probability p in the range of (7) so that the MAC throughput is maximized. For this purpose, for the current prioritized channel access probability p, a small constant α , p L and p U , the AP regularly measures the MAC throughputs of the wireless LAN while the modified DCF is operated with the changed prioritized channel access probabilities of
each for amount of time Y . Then, p is updated to be p 1 or p 2 so that the MAC throughput increases with the updated prioritized channel access probability. Initially, the AP measures the MAC throughput while the modifies DCF is operated with the prioritized channel access Optimal prioritized channel access probability probability of p = p L for amount of time X , and experiments with the prioritized channel access probabilities of p 1 and p 2 to update the prioritized channel access probability. Whenever the prioritized channel access probability is updated, the AP newly measures the MAC throughput while the modified DCF is operated with the updated prioritized channel access probability for amount of time X , and experiments with the prioritized channel access probabilities of p 1 and p 2 to continuously update the prioritized channel access probability.
Simulation results
Let us assume that in an IEEE 802.11n wireless LAN n = 10, 50, 100, 150, 200, 250, 300 nodes exist and each node continuously attempts to transmit their data frames with payloads of 10 000 bits, 20 000 bits, or 30 000 bits using the original DCF, the DCF with optimal CW min, or our proposed method in Section 2. Optimal CW min that maximizes MAC throughput was obtained by the exhaustive search method. It is assumed that the hidden node problem does not exist, therefore, the RTS (Request to Send) and CTS (Clear to Send) frames are not transmitted. The frame aggregation method is not employed and the transmission errors are assumed to occur only due to the collisions between transmissions. The values of X , Y , α and D that is necessary for our proposed method and the values of other parameters used for simulations are presented in Table 1 [2]. In Fig. 1 , we show the results of MAC throughputs of the original DCF, the DCF with optimal CW min and our proposed method for the combined cases of each n and payload length. For obtaining each result of MAC throughput, at least 3 000 data frames were generated in the transmission buffer of each node and simulations were conducted until the data frames in each transmission buffer were successfully transmitted. Especially for our proposed method, simulations were conducted until the prioritized channel access probability p does not change and MAC throughput does not change more than 0.1%. For this purpose, at least 300 000 data frames were successfully transmitted for each case of simulation of our proposed method. The optimal CW min values used for the MAC throughput results of the DCF with optimal CW min are presented in Fig. 2 , and the optimal prioritized channel access probability p * values of our proposed method in Fig. 3 . Optimal CW min increases as n increases, however, does not change for each payload length, and p * decreases as n increases.
As can be seen in Fig. 1 , as n increases, the MAC throughputs of the original DCF, the DCF with optimal CW min and our proposed method decrease. However, the DCF with optimal CW min significantly diminishes the decreasing rate of MAC throughput using the optimal CW min values in Fig. 2 , and our proposed method outperforms both, the original DCF and the DCF with optimal CW min. Compared with the original DCF and the DCF with optimal CW min, using the optimal prioritized channel access probability in Fig. 3 , our proposed method improves the MAC throughput on average by about 67.7% and by about 26.7%, respectively.
Conclusion
In this paper, we proposed the prioritized channel access method to improve the MAC performance of IEEE 802.11 wireless LANs. By the proposed method, we can differentiate the nodes in backoff stage 0 and other backoff stages into different contention domains to decrease the collisions. We developed the method for obtaining the optimal prioritized channel access probability considering the MAC throughput and the service fairness between nodes.
