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While different branches of Belgian law may know an originality requirement, the 
ways in which this requirement is operationalized may dffer significantly. 
Moreover, the process of digitalization has already proven to at times be at odds 
with such originality requirement. In this paper, it will be analyzed how the 
originality requirement is operationalized in Belgian administrative law, more 
precisely with regard to the durable preservation of public records. First, it will be 
analyzed, from a more legal-historic perspective, what the origins are of the 
originality requirement under Belgian administrative law, and particularly in public 
archival law. In second order, the focus will be put on how the digitalization 
process influences this practice. More in particular, this paper will analyze the 
process of substitution, and how to reconcile originality and digitalization in this 
matter.  
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1 Introduction 
At the present moment, there are different branches in Belgian law that include a specific 
originality requirement. These different incarnations of the originality requirement, however, 
have very little in common. It is therefore unclear whether there is a common root between 
these different notions of originality. Moreover, the last decade has seen the introduction of 
several initiatives aimed at including electronic information processes into law. Examples 
include the electronic signature in material and procedural law and the possibility to substitute 
paper invoices by electronic invoices. In most cases, these electronic information processes 
are a technological translation of traditional paper concepts. This means that there is a clear 
reliance on the presumption that electronic representations of information can be considered 
as equal to their paper counterparts when certain requirements are met. However, such 
presumptions may not be easy to reconcile with the notion of originality. For instance, as 
electronic information should be considered as a manifestation or as the result of the 
interaction between the stored digital object and the technology used at the time of 
consultation, the originality requirement may become difficult to apply. An example here is 
the digitalization and preservation of original documents under administrative law. Important 
elements of this matter currently remain unaddressed and could result in legal uncertainty 
regarding the fulfillment of the originality requirement in different branches of law. Therefore, 
there is a clear need for more inclusive research on how to correctly interpret the originality 
requirement in terms of ongoing digitalization processes.  
 
The objective of this paper is to analyze the originality requirement as currently found in 
Belgian administrative law. First, the position of the originality requirement in Belgian 
administrative law will be assessed. The main focus here will be the field of archival law, as 
part of administrative law. This will include a more legal-historic analysis into the roots of 
archives and their connection to the originality requirement. Then, the attention will be 
shifted toward the process of digitalization, and how digitalization processes influence 
administrative law. More in particular, focus will be put on the notion of substitution. This 
entails the digitalization of public archival records, and the subsequent destruction of the non-
digital ‘originals’. While from an archival point of view there has since long been a clear 
demand to utilize this practice, the legal specifics remain vague and untreated. The final 
conclusions to be drawn from this research aim to provide insight in how this particular 
originality requirement is to be understood under the influence of digitalization and to what 
extent this relates to the conclusions drawn from earlier research into the originality 
requirement in civil law.1  
 
From a methodological viewpoint, this paper focuses on legal theoretical analyses, with an 
element of legal-historical research, as well as the critical assessment of the findings of such 
research. Administrative law is chosen for its practical display of a need for an approach that 
                                                     
1 Vandezande, N. (2015) “Originality in the Belgian Civil Code and the Influence of Digitalization”, 
papers.ssrn.com/sol3/papers.cfm?abstract_id=2660222.  
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can reconcile its originality requirement with digitalization processes. Here, the focus will be 
put on the requirement of originality when preserving and publishing public administrative 
documents. Given the focus on preservation of such original information, it will be analyzed 
whether – and if so: how – archival law influences this originality requirement. The second 
part of the research will focus on the introduction of digitalization processes into Belgian 
administrative law. Here, it will be analyzed how digitalization processes regulate the 
substitution of public administrative documents by their electronic counterparts and the 
relation of preservation and publication requirements herewith. The main question to be 
answered there is how the notion of originality as embedded into administrative law can be 
maintained in light of such digitalization processes. Concluding, a critical assessment will be 
provided on how the introduction of digitalization processes affects the notion on originality 
in that branch of law. 
2 Originality in administrative law 
2.1 Administrative law and preservation of information 
Administrative law aims to regulate the conduct and actions of governmental entities.2 Unlike 
Napoleonic civil law, which builds forth on a rich history of laws and customs, administrative 
law is a relatively recent branch of law.3 The development of administrative law can be 
considered a direct consequence of the expanding role of the state throughout the late 19th 
and 20th century. After all, as the state started to provide more and more services, the 
potentiality of conflicts between government and citizens rose accordingly.4 In this regard, 
administrative law aims to limit the chances for conflict to arise, and to provide effective 
protection to the citizen should a conflict still arise.  
 
Administrative law is by nature a diverse field.5 Different branches and levels of governmental 
actors generally operate under their own set of rules. This leads to a plethora of specific rules 
of administrative law – each applying only to a particular administrative entity – 
accompagnied by general principles of administrative law, common to all administrative 
entities. Within the Belgian legal order, the foremost principles of administrative law are the 
so-called general principles of good governance.6 Amongst others, these principles require 
that governmental actors display sufficient diligence and reason in their actions, that their 
actions are thoroughly motivated, and that their actions are within the reasonable 
                                                     
2 Dujardin, J., Van Damme, M., Vande Lanotte, J., Mast, A. (2009) Overzicht van het Belgisch Administratief Recht, 
Mechelen: Kluwer, 3. 
3 In Belgium, for instance, the highest administrative court – the Council of State – was only founded in 1946, 
though a similar court has existed in France since 1799. An even more recent development is the Dutch general 
administrative law (Algemene wet bestuursrecht), adopted in 1992. 
4 Dujardin, J., Van Damme, M., Vande Lanotte, J., Mast, A. (2009) Overzicht van het Belgisch Administratief Recht, 
Mechelen: Kluwer, 717. 
5 There are only few states that, like the Netherlands, have adopted a general act or code of administrative law. 
6 Dutch: Algemene beginselen van behoorlijk bestuur.  
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expectations of their subjects.7 Another general principle under the rule of law regulating to 
some extent the conduct of administrative entities is that of freedom of information. In 
Belgium, this principle – referred to as the right to publicity of governance – is enshrined in 
article 32 of the Constitution, as well as several federal and state laws.8 
 
From these principles, it can already be understood that administrative entities will be 
required to preserve certain information in order to prove their compliance with the general 
principles of good governance and to fulfill freedom of information requests. In fact, the duty 
to preserve information even preceeds those principles, as will be discussed in the following 
section. 
2.2 Origins of the preservation requirement 
Etymologically speaking, the connection between governmental entities and the preservation 
of information appears to be fundamental. The word ‘archive’ itself, though only first recorded 
around the turn of the 17th century, is said to be derived from the Ancient Greek term 
‘archeion’, which can refer to a governmental palace or the office of a state administrator, as 
well as to archival records or a repository for original records.9 Its stem, ‘arch’, refers to power 
and authority, thus solidifying the connection to the activities of governmental entities.10 
Archives, and the preservation of information therein, are therefore clearly linked to 
government activities. 
 
Indeed, some of the earliest known forms of archives – such as those in which the Ebla and 
Mari tablets were found – were in fact depositories containing all kinds of commercial, civilian 
and ownership records, maintained by local authorities.11 Similar depositories maintained by 
magistrates existed in the Hellenic city-states, which, as noted, would eventually give us the 
term ‘archive’. In the Roman Republic, a central depository – first the aerarium and later the 
tabularium – preserved all important texts, mainly leges and senatus consulta.12 In the Codex 
                                                     
7 Dujardin, J., Van Damme, M., Vande Lanotte, J., Mast, A. (2009) Overzicht van het Belgisch Administratief Recht, 
Mechelen: Kluwer, 46-73. 
8 See for instance: article 32 Belgian Constitution; Act of 11 April 1994 concerning the publicity of governance, 
Belgian State Gazette 30 June 1994; Decree of 26 March 2004 concerning the publicity of governance, Belgian 
State Gazette 1 July 2004; Ordonnance of 30 March 1995 concerning the publicity of governance, Belgian State 
Gazette 23 June 1995.  
9 Gagnon-Arguin, L. (1994) “ Les archives, les archivistes et l’archivistique”, In: Rousseau, J.-Y., Couture, C. (Eds.) 
Les fondements de la discipline archivistique, Sainte-Foy: Presses de l’Université du Québec, 10; Van den Eynde, 
S. (2001) “Digitale archivering: een juridische stand van zaken vanuit Belgisch perspectief. Deel 1”, ICRI research 
report, 6. 
10 Id. 
11 DeVries, L. F. (1997) Cities of the Biblical World, Eugene, OR: Wipf and Stock Publishers, 27 & 67-71. 
12 InterPARES (2001) “Authenticity Task Force Report”, interpares.org, 21; Cunningham, A. (2005) “Archival 
institutions”, In: McKemmish, S., Piggott, M., Reed, B., Upward, F. (Eds.) Archives: Recordkeeping in Society, 
Wagga Wagga: Centre for Information Studies, 27; Head, R. C. (2013) “Documents, archives, and proof around 
1700”, The Historical Journal, Vol. 56, 914. Though Culham disputes that these were truly archives. Culham, P. 
(1989) “Archives and Alternatives in Republican Rome”, Classical Philology, Vol. 84, 100-115.  
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Iuris Civilis, there is a reference to archives as places where public records are preserved.13 
Throughout the ages, the main powers within states continued to preserve their own records, 
leading to the close connection between archives and the clergy and royal houses.14 Only the 
French Revolution saw the creation of true state archives, as are now found in probably every 
sovereign state.15  
 
The current Belgian territory was annexed to the French state in 1795, though archival depots 
had been set up in the Austrian Netherlands already before this.16 Following the French 
annexation, the Belgian territory became subject to the Act of 5 brumaire year V (26 October 
1796) concerning the departmental archival services.17 This act imposes a clear obligation on 
local administrative entities to preserve information and requires that such records are 
submitted to the central archival authorities. This structure of centralized archival authorities 
was maintained during the period of the United Kingdom of the Netherlands, and the 
subsequent independent Belgian state.18 The French laws regulating the archives remained in 
place until the adoption of the Belgian Archives Act in 1955.19 This act reiterates, in its article 
1, the general obligation of public law entities to preserve their archival documents.20 
Following the federalization of Belgium, similar texts have been adopted at the regional 
level.21 This sub-domain of archival law is part of the broader domain of administrative law, as 
in this case it are public sector entities that are subjected to a duty to preserve, in order to 
account for their actions.22 
2.3 Preservation and originality 
The previous section has shown that administrative entities are subjected to a duty to 
preserve certain information. It then becomes the question whether that information must 
be preserved in its original form. Here, the Belgian Archival Act does not provide much clarity. 
                                                     
13 Duranti, L. (1996) "Archives as a Place", Archives & Manuscripts, Vol. 24, 242-255. Duranti references Dig. 
48.19.9, 6. 
14 One example being Charles V’s Simancas archive. Cunningham, A. (2005) “Archival institutions”, In: 
McKemmish, S., Piggott, M., Reed, B., Upward, F. (Eds.) Archives: Recordkeeping in Society, Wagga Wagga: Centre 
for Information Studies, 28; Daston, L. (2012) “The Sciences of the Archive”, Osiris, Vol. 27, 171. 
15 Ibid, 28-30. 
16 arch.be/index.php?l=en&m=about-the-institution&r=history-of-the-institution. 
17 Loi du 5 brumaire an V qui ordonne la réunion, dans les chefs-lieux de département, de tous les titres et papiers 
acquis à la République, Bulletin Officiel du Ministère d l’Intérieur no. 7 (1841), 24.  
18 arch.be/index.php?l=en&m=about-the-institution&r=history-of-the-institution. Currently, there is a central 
depot and 18 local depots.  
19 Act of 24 June 1955 on archives, Belgian State Gazette 12 August 1955 (hereinafter: Belgian Archival Act). 
20 While under private law there may be a few specific duties to preserve information – such as duty to preserve 
invoices or merchant books – there is no such general duty in this sphere.  
21 Flanders Region: Decree of 9 July 2010 relating to the governmental-administrative archival organization, 
Belgian State Gazette 5 August 2010 (hereinafter: Flemish Archival Decree). Wallonian Region: Decree of 6 
December 2001 on public archives, Belgian State Gazette 20 December 2001 (hereinafter: Wallonian Archival 
Decree). Brussels Capital Region: Ordonnance of 19 March 2009 relating to the archives of the Brussels Capital 
Region, Belgian State Gazette 26 March 2009 (hereinafter: Brussels Archival Ordonnance). 
22 Van den Eynde, S. (2001) “DAVID: Digitale archivering: een juridische stand van zaken vanuit Belgisch 
perspectief. Deel 1”, ICRI research report, 17-18.  
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The act only refers to ‘archival documents’, without specifying the scope of this term. The 
Royal Decree of 18 August 2010 implementing articles 5 and 6 of the act determines that the 
archival documents must be durably preserved and maintain their authenticity, integrity, 
order, accessibility and readability (article 3). Regarding originality, the act and its executing 
decrees only determine that search instruments with which records can be retrieved – such 
as index cards or databases – should be transferred to the archival authorities in original or in 
copy.23 
 
The Flemish Archival Decree also uses the term ‘archival documents’, and defines it as “all 
documents that regardless of their date, form, stage of development, or type of carrier, are by 
their intrinsic nature destined to remain into the custody of a caretaker who has received, 
acquired, or created them in consequence of his activities or tasks, or for the purpose of 
asserting his rights” (article 3, 2°). The decree also holds that all due professional care must 
be exercised in the maintainance of the archival documents (article 5, §2). The Decree of 21 
March 2014 regulating archival management specifies that this means that archival 
documents and their metadata must maintain their authenticity, trustworthiness, integrity 
and usability (article 2). The Wallonian Archival Decree and the Brussels Archival Ordonnance 
contain language similar to their Flemish counterpart.  
 
Similar language is used concerning the publicity of governance. Here, an administrative 
document can be defined as each carrier, in any form, of information at the disposal of an 
administrative entity.24 The reference to the information carrier means that this term is not 
limited to paper records, but also spans any form of electronic information.25 Moreover, the 
reference to administrative documents rather than administrative acts must be understood 
as broadening the scope to also include, for instance, preparatory documents.26 However, also 
here it is not determined how the information to which citizens can request access must be 
preserved. 
 
Since law does not appear to provide a clear answer on the question of originality, reference 
will have to be made to archival science. Here, an archival document or record can be 
considered as a “document made or received in the course of a practical activity as an 
instrument or a by-product of such activity, and set aside for action or reference”.27 
Preservation is defined as “the whole of the principles, policies, rules and strategies aimed at 
prolonging the existence of an object by maintaining it in a condition suitable for use, either in 
its original format or in a more persistent format, while leaving intact the object’s intellectual 
                                                     
23 Article 18 Royal Decree of 18 August 2010 executing articles 1, 5 and 6bis of the Archival Act of 24 June 1955, 
Belgian State Gazette 23 September 2010.  
24 See, for instance, article 3, 4° Decree of 26 March 2004 concerning the publicity of governance, Belgian State 
Gazette 1 July 2004. 
25 Gedr. St. Kamer 1992-93, nr.839/1, explanatory note, 5.  
26 Parl. St. Senaat B.Z. 1991-92, nr. 100-49/20, 8-10. 
27 InterPARES 2 (2008) “The InterPARES 2 Project Glossary”, interpares.org, 38.  
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form” (emphasis added).28 The legislative acts discussed here also make reference to the 
notion of authenticity, which is defined within archival science as “the trustworthiness of a 
record as a record; i.e., the quality of a record that is what it purports to be and that is free 
from tampering or corruption”.29  
 
In the regular use of the word, an original can be defined as the first form or source of 
something, that from which other work is derived or copied.30 Here, it is clear that in principle 
there can only be a single original, even though in the legal sense there can be more originals.31 
The reason for this is that in the scope of Belgian civil law an original is a document which 
demonstrates the intention of the parties as primarily evidenced by their signatures, of which 
there can indeed be more than one.32 From an archival point of view, an original record can 
be defined as “the first copy or archetype of a record; that from which another instrument is 
transcribed, copied, or initiated”, which more closely relates to the dictionary definition of 
originality.33 Under these definitions, an original record can be considered as being authentic, 
in the sense that the first archetype of a record – as created by its originator – is in principle 
what it purports to be and has not been tampered with.34 The reverse, however, is not 
necessarily true: an authenticated copy is authentic, but remains a copy.35 However, from the 
definition of preservation, it can be gathered that there is a preference to preserving the 
original form of a record, unless a more persistent format would be better suited for archival 
purposes. Also the Belgian State Archives state that, in principle, only original archival 
documents must be transferred to the central archival authorities.36 This suggests that archival 
records should indeed, or at least ideally, be original in the meaning of the word as used in 
archival science.  
 
The link between originality and preservation becomes especially apparent in the field of 
diplomatics, where an original is the “first complete and effective document, that is, an original 
must present the qualities of primitiveness, completeness and effectiveness”.37 Diplomatics is 
the study of “the genesis, forms and transmission of archival documents, and their relationship 
with the facts represented in them and with their creator, in order to identify, evaluate, and 
                                                     
28 Ibid., 36. 
29 Ibid., 8. 
30 For a more elaborate discussion on this, see: Vandezande, N. (2015) “Originality in the Belgian Civil Code and 
the Influence of Digitalization”, papers.ssrn.com/sol3/papers.cfm?abstract_id=2660222, 5. 
31 As, for instance, provided by article 1325 of the Belgian Civil Code. 
32 See also: Van den Eynde, S. (2002) “DAVID: Authenticiteit, integriteit en originaliteit van elektronische 
archiefstukken”, ICRI research report, 14.  
33 InterPARES 2 (2008) “The InterPARES 2 Project Glossary”, interpares.org, 33. 
34 If the record would be tampered with, it would lose its sense of originality.  
35 Van den Eynde, S. (2002) “DAVID: Authenticiteit, integriteit en originaliteit van elektronische archiefstukken”, 
ICRI research report, 17. 
36 Devolder, K., Verachten, L. (2013) Overbrenging van digitale archieven, Brussels: Belgian State Archives, 6. 
37 Duranti, L. (1998) Diplomatics: New Uses for an Old Science, Lanham: Scarecrow Press, 165; Pearce-Moses, R. 
(2005) A Glossary of Archival and Records Terminology, Chicago: The Society of American Archivists, 280. 
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communicate their true nature”.38 This relates to the earlier overview of the origins of 
archives. At first, records derived their authenticity from being stored in a designated place, 
which as noted was mostly maintained by public authorities.39 Of course, this system could 
not prevent the deposition of forgeries in these proto-archives, which is why law – mainly 
starting with the Codex Iuris Civilis – laid down rules of formalities.40 The study of diplomatics 
later emerged as the critical study of archival documents, in order to ascertain whether 
records are authentic or forgeries.41 Within this field, from which archival science developed, 
originality is then one of the core criteria on which the trustworthiness of records is assessed.42 
The historical origins of archives show that archival science has always had a preference for 
originals.43 
3 Digitalization in administrative law 
3.1 Digitalization and archives 
During the last two decades, society has seen a significant growth in digitalization procedures. 
More and more information processes are being conducted electronically, which has two main 
implications.44 First, there is a growing body of so-called digital born information, meaning 
information that was first created electronically.45 Second, there is the process of digitalizing 
non-electronic information. In this last process, information that was first created on a non-
electronic information carrier, generally paper, is being transferred to electronic information 
carriers.46 These processes of digitalization impact the archival requirement found in 
administrative law in several ways, each of which will be further explored under this section.47 
Archival scientists have gone as far as referring to a paradigm shift, meaning that the advent 
of electronic information in archives has led to new observations “that cannot be explained in 
                                                     
38 InterPARES 2 (2008) “The InterPARES 2 Project Glossary”, interpares.org, 17. 
39 Duranti, L. (1998) Diplomatics: New Uses for an Old Science, Lanham: Scarecrow Press, 36. 
40 Id. 
41 Ross, S. (2007) “Digital Preservation, Archival Science and Methodological Foundations for Digital Libraries”, 
Keynote Address at the 11th European Conference on Digital Libraries (ECDL), Budapest (17 September 2007), 8; 
Cook, T. (1997) “What is past is prologue”, Archivaria, Vol. 43, 45. 
42 Bushey, J. E. (2005) Born digital images as reliable and authentic records, Unpublished thesis University of 
British Columbia, Vancouver, 10.  
43 Even though it has been posited that originality as used in diplomatics and archival science differs from the 
concept of originality in earlier ages. Bedos-Rezak, B. M. (2011) When Ego Was Imago: Signs of Identity in the 
Middle Ages, Leiden: Brill, 38. 
44 Boudrez, F., Dekeyser, H., Dumortier, J. (2005) Digital Archiving: The New Challenge?, Mont Saint Guilbert: IRIS, 
15-16. 
45 Important to note here, is that this electronic information can take many forms. While some forms – e.g. word 
processor files – may resemble traditional paper records, there are also forms of electronic information that have 
no non-electronic counterpart. Examples include information posted on social media networks, and the use of 
audiovisual media such as vlogs and videostreams. 
46 A notable example is the digitalization conducted by many libraries, sometimes also involving private 
companies such as Google Books’ Library Project. 
47 On the impact on archival science in general: Duranti, L. (2001) “The impact of digital technology on archival 
science”, Archival Science, Vol. 1, 39. 
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the terms of the old framework” and thus “begin to put into question its validity” in order to 
find a new way of thinking about existing concepts.48 
 
First, there is the question of whether information can be created electronically. Several laws 
prescribe formalities with which information must comply, such as the use of paper or that 
information must be signed.49 Here, the question rises to what extent electronically created 
information can comply with such requirements and thus whether electronic information 
processes can be used to replace traditional non-digital processes.50 In the first place, this 
means that in any case it must be assessed to what extent the procurement of a paper 
document is an existential condition for the validity of the administrative action. In second 
order, this question also refers to the matter of probative value of electronic information, and 
in doing so it is of utmost importance to archives as well, since the task of archives to preserve 
information also extends to the preservation of the probative value thereof.51  
 
Second, once electronic information is created, it must also be maintained. While for paper 
records this does not pose significant problems – documents created centuries ago can still be 
accessible and understandable today – it does pose a significant problem for electronic 
information.52 As electronic information at its basic bit-level cannot be readily understood by 
humans, there is an inherent reliance on computer hardware and software to interpret this 
information in a human-readable way. And given the fast evolution in the fields of computer 
hardware and software, it is by no means unthinkable that certain hardware or software 
platforms can be rendered obsolete, which exposes the information created using those 
platforms to the risk of becoming inaccessible.53 This problem can be referred to as digital 
obsolescence.54 For archives, this means that measures must be taken to ensure the durable 
                                                     
48 Duranti, L. (2001) “The impact of digital technology on archival science”, Archival Science, Vol. 1, 41; Taylor, H. 
A. (1987) “Transformation in the Archives: Technological Adjustment or paradigm Shift?”, Archivaria, Vol. 25, 12-
28; Macneil, H. (1994) “Archival Theory and Practice: Between Two Paradigms”, Archivaria, Vol. 37, 6-20. 
49 In Belgian law, there are even instances where the use of carbon paper is regulated (article 2, §5 Royal Decree 
of 17 June 2004 concerning the declaration upon admission to a hospital). Other laws prescribe the use of paper 
forms (article 161 Electoral Code).  
50 As discussed in an earlier paper, Belgian civil law has to this end seen the dual introduction of the principle of 
functional equivalence and the electronic signature. Vandezande, N. (2015) “Originality in the Belgian Civil Code 
and the Influence of Digitalization”, papers.ssrn.com/sol3/papers.cfm?abstract_id=2660222, 65-66. 
51 Diplomatics could, for instance, be considered as providing the tools for “assessing the trustworthiness of 
records as evidence after the fact of their creation”. Meehan, J. (2003) Towards an archival concept of evidence, 
unpublished University of British Columbia thesis, 14. 
52 A good example is the Domesday Book, a tax census record completed in 1086. This volume, nearly a 
millennium old, can still be accessed and understood to this day. However, a 1986 digitalization of the volume 
was nearly lost due to the technology used in the digitalization process becoming obsolete. 
bbc.co.uk/history/domesday. 
53 Rothenberg, for instance, points out a number of other cases in which important information – including US 
census data and Vietnam war reports – were almost lost due to the nearing obsolescence of the media on which 
the information was stored: Rothenberg, J. (1995) “Ensuring the longevity of digital documents”, Scientific 
American, Vol. 272, 42-43. 
54 InterPARES 2 (2008) “The InterPARES 2 Project Glossary”, interpares.org, 32. Additionally, electronic storage 
media are susceptible to deterioration. Magnetic storage devices may experience decay in their magnetic 
orientation, while CD-based storage may experience chemical deterioration.  
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accessibility and readadility of electronic information.55 While in practice some strategies to 
this end have already developed, it will be explained further on how some of those strategies 
– and in particular migration – may conflict with legal requirements.56  
 
Third, the second digitalization process, in which electronic equivalents are created from non-
electronic information, poses a particular problem for archives. As electronic archives can be 
easier to maintain and require less storage facilities, there is a clear interest to conduct 
digitalization efforts. After such digitalization, the archive could continue the maintenance of 
its electronic archives and subsequently discontinue their non-electronic archives. Where 
under the first point made here the question was whether it is – from a legal point of view – 
possible to create original electronic archival information, the question now becomes whether 
it is possible to substitute original non-electronic information with their electronic 
equivalents, whereby this substitution includes the subsequent destruction of the non-
electronic information. 
3.2 Original electronic information 
Before anything else, a matter that must be addressed here is that of competence. It is clear 
that a public sector entity can only take the administrative decisions to which it has 
competence. Absent such competence, or the delegation of that competence from the 
competent civil servant – such as a minister or an alderman – to the entity in question, a valid 
decision can in principle not be taken, regardless of whether a paper-based or electronic 
procedure is followed. The following paragraphs therefore depart from the assumption that 
the entity in question is competent to operate a particular administrative process, and 
questions whether or not that process can be operated electronically.  
 
The first question that must be analyzed here inquires whether the documentary processes 
that later become subject to public sector archival requirements can be conducted by 
electronic means. This means that from the viewpoint of the administrative decision process, 
it must be assessed whether or not a paper document is a constitutive requirement for valid 
decisionmaking. Moreover, while the information that is created in these processes only 
becomes subject to archival requirements after its creation, it is from an archival point of view 
important to know whether electronic information can satisfy the requirements of 
authenticity, integrity, and originality in order for the archival records to maintain their 
probative force.  
 
Regarding probative value, it is clear that in administrative disputes the judge presiding over 
the case will first refer to specific laws, where available. A police report, for instance, will 
                                                     
55 As opposed to paper-based information “preservation as applied to electronic records no longer refers to the 
protection of the medium of the records, but to that of their meaning and trustworthiness as records”. Duranti, 
L. (2001) “The impact of digital technology on archival science”, Archival Science, Vol. 1, 46. 
56 See also: Boudrez, F., Dekeyser, H., Dumortier, J. (2005) Digital Archiving: the new challenge?, Brussels: I.R.I.S. 
Group, 81-89. 
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generally be subjected to the rules of evidence under criminal procedure law. For private law 
instruments, reference will be made to the rules on evidence found in Belgian civil law. From 
a procedural point of view, administrative law courts generally operate under their own set of 
rules, different from the civil law procedural rules.57 However, when the procedural rules of 
an administrative court do not regulate a particular element, reference must be made to 
Belgian civil procedural rules as suppletive law, if the application of such rules would be 
reconcilable with the specific nature of procedures before that administrative court.58  
 
Moreover, “principles common to all branches of law and that are at the foundation of the 
Judicial Code, can also be applied to administrative courts”.59 One of such principles is the 
signature. This, together with the requirement of writing, forms the basis of the rules on 
evidence under Belgian civil law, and forms a constitutive element of a valid administrative 
decision as well. This becomes clear from case law at the Council of State, where the validity 
of a signature was judged according to same the standards set by case law and literature 
regarding the signature in Belgian civil law, and where the absence of a valid signature 
invalidated the administrative act in question.60 In terms of the signature, the notion utilized 
in Belgian civil law can therefore be understood to also apply to administrative law, unless a 
more specific law would determine otherwise.61 Therefore, in order to understand whether 
public sector information processes can be conducted electronically, it must also be assessed 
how digitalization is operationalized under Belgian civil law.62  
 
The general principle of Belgian civil rules on evidence is a preference for evidence in writing, 
either by a private instrument between parties or by an instrument by a public notary – a 
deed.63 Private instruments can be considered as documents drafted between a creditor and 
debtor, without intervention by a public official such as a notary, signed by both parties and 
in which they acknowledge certain obligations or legal facts, thus constituting a legal act.64 
Such document must describe the full extent of the legal acts its documents, it must be 
appropriated by the person against whom it is invoked, and it must be signed by the party 
                                                     
57 The Council of State, for instance, has made it clear that the Belgian Judicial Code is not applicable to 
administrative courts as such. It also does not form the common procedural law for administrative courts, barring 
a specific provision to such end. Council of State 22 December 2010, nr. 210.056, RW 2011-2012, case note Dirk 
de Bruyn, 615.  
58 Id. 
59 Council of State 22 December 2010, nr. 210.056, RW 2011-2012, 614 (own translation). 
60 Council of State 8 May 2009, nr. 193.106, 6-7. 
61 Pandectes Belges, v° Signature, nr. 1; Wagner, K. (2008) “Recente ontwikkelingen met betrekking tot het bewijs 
in burgerlijke zaken”, In: Serrus, D. (ed.), Actualia Gerechtelijk Recht, Gent: Larcier, 141-142. 
62 This analysis was conducted more extensively in a previous paper, from which the following paragraphs are 
derived. Vandezande, N. (2015) “Originality in the Belgian Civil Code and the Influence of Digitalization”, 
papers.ssrn.com/sol3/papers.cfm?abstract_id=2660222.  
63 Article 1341 Belgian Civil Code. 
64 Van Gerven, W., Covemaker, S. (2006) Verbintenissenrecht, Leuven: Acco, 675; Minjauw, H., Vandendriessche, 
J. (2008) “Titel VI. Het bewijsrecht in burgerlijke zaken”, in: Roodhooft, R. (ed.), Bestendig Handboek 
Verbintenissenrecht, Mechelen: Kluwer, VI.3-21; Dumortier, J. (2010) ICT-Recht, Leuven: Acco, 128.  
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against whom it is invoked.65 When the document describes mutual obligations, there must 
be as many originals as there are parties with a discernible interest.66 Proof against this 
instrument can only be provided by another instrument, oath, or confession.67 Similar, yet 
stricter, rules apply for public instruments, mainly with regard to the involvement of the public 
notary in the creation of this instrument.68 The result is a higher degree of proof, due to the 
nature of his profession, statements by a public official are considered as irrefutable by 
counterproof, unless they are challenged on the grounds of fraud or forgery.69 When there is 
a writing, yet one of the formalities for private or public instruments – generally the signature 
– is not fulfilled, that writing can at most be considered as beginning of evidence in writing, 
which is accorded a much lower probative value.70  
 
At the level of the European Union, electronic signatures have been regulated since 1999.71 In 
2000 this was followed by the so-called E-Commerce Directive, which holds that contracts can 
be concluded electronically.72 The principles proclaimed by these directives were transposed 
to Belgian law.73 As a result, Belgian law fully recognizes that a signature can be created 
electronically, if it can be attributed to a particular person and if it can demonstrate the 
integrity of the information to which it is affixed.74 Furthermore, three distinct types of 
electronic signatures have been introduced – in advancing degree of probative value: the 
common electronic signature, the advanced electronic signature, and the qualified electronic 
signature – some of which using cryptographic techniques and certificates, and of which one 
                                                     
65 De Page, H. (1967) Traité élémentaire de droit civil Belge, Tome Troisième (Les Obligations), Brussel: Bruylant, 
788-790; Van Eecke, P. (2004) Naar een juridische status voor de elektronische handtekening: Een rol voor de 
handtekening in de informatiemaatschappij?, PhD thesis KU Leuven – Faculty of Law, 324; Cornelis, L. (2000) 
Algemene theorie van de verbintenis, Antwerpen: Intersentia, 221.  
66 Article 1325 Belgian Civil Code. 
67 Minjauw, H., Vandendriessche, J. (2008) “Titel VI. Het bewijsrecht in burgerlijke zaken”, in: Roodhooft, R. (ed.), 
Bestendig Handboek Verbintenissenrecht, Mechelen: Kluwer, VI.3-35.  
68 Articles 1317-1318 Belgian Civil Code. 
69 Article 1319 Belgian Civil Code. 
70 Minjauw, H., Vandendriessche, J. (2008) “Titel VI. Het bewijsrecht in burgerlijke zaken”, in: Roodhooft, R. (ed.), 
Bestendig Handboek Verbintenissenrecht, Mechelen: Kluwer, VI.3-11; Cornelis, L. (2000) Algemene theorie van 
de verbintenis, Antwerpen: Intersentia, 223.  
71 Directive 1999/93/EC of the European Parliament and of the Council of 13 December 1999 on a Community 
framework for electronic signatures, OJ L 13 of 19 January 2000, 12-20. This directive is to be replaced by: 
Regulation (EU) No 910/2014 of the European Parliament and of the Council of 23 July 2014 on electronic 
identification and trust services for electronic transactions in the internal market and repealing Directive 
1999/93/EC, OJ L 257 of 28 August 2014, 73-114. 
72 Article 9 Directive 2000/31/EC of the European Parliament and of the Council of 8 June 2000 on certain legal 
aspects of information society services, in particular electronic commerce, in the Internal Market ('Directive on 
electronic commerce'), OJ L 178 of 17 July 2000, 1-16. 
73 For the signature: Act of 20 October 2000 introducing the use of means of telecommunication and of the 
electronic signature in judicial and extrajudicial proceedings, Belgian State Gazette 22 December 2000; Act of 9 
July 2001 concerning the determination of certain rules regarding the legal framework for electronic signatures, 
electronic certified mail and certification services, Belgian State Gazette 29 September 2001. For e-commerce: 
Act of 11 March 2003 concerning certain legal aspects of the services of the information society, Belgian State 
Gazette 17 March 2003.  
74 Article 1322 Belgian Civil Code. 
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type – the qualified electronic signature – is assimilated with the handwritten signature.75 
Moreover, it is now also fully recognized by law that electronic information can satisfy the 
requirement of writing, as long as this electronic information is functionally equivalent.76  
 
From this, it follows that it is indeed possible to conduct certain information processes in an 
electronic manner, and that the resulting electronic information can be accorded the same 
probative value as paper-based records, at least if the requirements of a writing and the 
signature are satisfactorily fulfilled by the electronic means used. The question is then 
whether law also allows that public sector entities conduct their information processes 
electronically.  
 
As of yet there are only fairly few legal provisions that explicitly refer to the possibility to 
conduct those processes electronically.77 However, given that the legislator has adopted the 
principle of functional equivalence, such explicit reference may not even be necessary. If it 
can be established that electronic procedures can equivalently fulfill the formalities imposed 
on the prescribed (paper-based) procedure, the conclusion is that such electronic procedure 
is allowed, unless expressly prohibited.78 Formalities are mostly imposed for three distinct 
purposes: (1) to identify parties, (2) to preserve the integrity of the information, and (3) to 
protect the parties.79 For each formality, it must then be assessed which purpose it serves, 
and whether an electronic information process could fulfill that purpose in an equivalent 
manner.80 Where such is the case, an electronic process can replace the non-electronic 
process. For some formalities, however, the conclusion will be that an electronic process 
cannot fulfill the purposes of the formalities imposed, and thus cannot replace the non-
electronic process. 
 
However, this approach can only provide little legal certainty. After all, the assessment of 
whether an electronic information process, including the electronic signature, can provide a 
functional equivalent to the formalities and their purposes found in non-electronic procedures 
                                                     
75 As defined under the Act of 9 July 2001. 
76 Article 16 Act of 11 March 2003, current article XII.15 Code of Economic Law.  
77 One example is article 4/1 Act of 24 February 2003 concerning the modernization of the management of social 
security and concerning the electronic communication between enterprises and the federal government, which 
holds that communications between social security entities can be conducted and signed electronically. Article 
100/2 of the Social Penal Code allows police reports to be drafted and signed electronically. Article 158, §4 of 
the Act of 30 December 2009 holding diverse provisions states that communications between the state and the 
Public Centers for Social Welfare can be conducted and signed electronically. Article I.14, 11° Code of Economic 
Law allows online patent applications to be signed electronically.  
78 Boudrez, F., Dekeyser, H. (2004) “Digitaal archiefbeheer in de praktijk”, Antwerpen: Stadsarchief, 20.  
79 Id.  
80 Important is that attention must be paid to both the formality and its purpose. For instance, an electronic 
document can fulfill the formality of consecutively numbered pages. However, the goal of this formality is to 
protect the integrity of the information, as with paper documents it will be difficult to tamper with such 
document. Here, it must be held that electronic information fails that purpose, as inserting new or different 
information in an electronic consecutively numbered document is easier than for paper documents. Thus, while 
the formality in se can be fulfilled, the purpose requires a different approach at the electronic realm. 
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is often more an exercise of opinion than of fact. Only the judge presiding over a case in which 
electronic evidence is presented can decide whether this evidence is functionally equivalent 
to its non-electronic counterparts.81 Moreover, it must also be assessed whether the 
procurement of paper documents is not an existential condition for valid administrative 
decisionmaking. Where such is the case, an electronic process could not result in a validly 
taken decision, even if the electronic process could be argued to be functionally equivalent to 
the paper-based procedure. 
 
As a result, public sector actors should take due care in deciding whether to allow electronic 
information processes when the law prescribes a non-electronic process, at least absent clear 
instructions regarding the admission of electronic processes.82 In many cases, digitalization of 
administrative information processes will only begin after legislation has been adopted to 
facilitate this digitalization. While an earlier start is possible, such would require a certain 
measure of risk assessment and management.83 
3.3 Preservation of electronic information 
The first issue discussed in the previous section concerned whether or not trustworthy 
electronic information could be established in the context of archival requirements. The 
question then becomes how this trustworthiness can be durably maintained. This matter 
therefore concerns not the creation of electronic information, but what happens with that 
information throughout its preservation.  
 
As noted, electronic information relies on hardware and software platforms in order to be 
interpretable by humans. However, given the speed at which those platforms evolve, there is 
a clear risk that the precise combination of hardware and software on which a particular piece 
of electronic information relies becomes unavailable. If certain hardware becomes 
                                                     
81 Van Eecke, P. (2009) “De elektronische handtekening in het recht”, T.B.H., 339-340; Dumortier, J., Dekeyser, 
H. (2003) “Hoofdstuk V. Ruimen van juridische obstakels bij contracten langs elektronische weg”, in: Van Eecke, 
P. , J. Dumortier (ed.) Elektronische Handel - Commentaar bij de wetten van 11 maart 2003, Brugge: Die Keure, 
167-168.  
82 An example of a general framework that principally allows electronic information processes within public 
sector entities, is the Brussels Capital Region Ordonnance of 13 February 2014 concerning communication using 
electronic means in the framework of interactions with the governments of the Brussels Capital Region, Belgian 
State Gazette 5 March 2014. The goal of this general framework is to provide common ground for the 
digitalization of government communications, in order to not have to change each legal provision that would 
refer to a non-electronic procedure. This would allow administrations to determine the most practical means in 
which such electronic communication must be conducted, before in a second stage including those procedures 
in existing legal provisions. Brussels Capital Region Parliament 2012-2013, A-444/1, 2. This ordonnance is based 
on the provisions on electronic communications found in section 2.3 of the Dutch Act of 4 June 1992 on general 
administrative law, Stb. 1992, 315.  
83 Dumortier, J. (2015) “Goede praktijken digitaal-vriendelijke regelgeving voor de Vlaamse overheid”, presented 
at workshop digital-friendly regulation, Brussels, 26 January, 5. 
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unavailable84, or if older software is not compatible with newer hardware85, electronic 
information created using that combination of hard- and software can no longer be accessed. 
Measures must therefore be taken to ensure the durable accessibility of electronic 
information. As opposed to paper-based information “preservation as applied to electronic 
records no longer refers to the protection of the medium of the records, but to that of their 
meaning and trustworthiness as records”.86  
 
While for purely text-based information the preservation of a hard-copy could be suggested87 
– thus requiring the electronic information to be printed onto a paper carrier – it is clear that 
such would not be a feasible solution for all types of electronic information and it would only 
increase the burden of physical archives and forego the advantages of electronic archiving. 
The two most feasible strategies for the durable preservation of electronic information are 
emulation and migration. 
 
The aim of emulation is to preserve the electronic information as ‘purely’ as possible. As 
electronic information is not intrinsically linked to a particular medium, it is possible to 
regularly move this information from one medium to another. In doing so, the devastating 
effects of the natural degradation of the medium – such as CD-ROMs – can be avoided and 
the information can always be accessible from the latest platforms and storage media, thus 
providing at least a partial solution to the potential hardware issues of digital obsolescence. 
The remaining problem here is then mostly software-related. As noted, software platforms 
may at a certain moment become outdated and will then no longer receive the updates 
required to keep the software running on newer platforms, a point in time when this software 
becomes legacy software. As it is practically unfeasible to preserve and maintain legacy 
software and the hardware systems they require – for instance because of the eventual lack 
of spare parts to maintain such systems – emulation focuses on developing solutions to create 
an environment on new software platforms in which legacy software can run as it were 
natively.88 In essence, emulation is a good preservation strategy as it allows all electronic 
                                                     
84 For instance, it is becoming increasingly difficult to still find a functioning floppy disk drive. Even the more 
recent CD-ROM drive is becoming a rarity in modern computers. When a technology is phased out, and 
production of new hardware ceases, archives must rely on the availability of spare parts to access the electronic 
information created using that technology.  
85 Given the changes in computer architectures, software written for older architectures may not run on newer 
platforms. An example is software for Mac OSX written for the IBM PowerPC architecture used by Apple before 
2006, which is incompatible with the Intel x86 architecture used thereafter. Additionally, newer software 
versions may not be compatible with information created using older software versions. For instance, current 
Microsoft Word versions do not natively support Word documents created using pre-1997 versions of the same 
word processing software package.  
86 Duranti, L. (2001) “The impact of digital technology on archival science”, Archival Science, Vol. 1, 46. 
87 Boudrez, F., Dekeyser, H., Dumortier, J. (2005) Digital Archiving: the new challenge?, Brussels: I.R.I.S. Group, 
81-82.  
88 InterPARES 2 (2008) “The InterPARES 2 Project Glossary”, interpares.org, 20. 
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information to be preserved ‘untouched’.89 However, the development of emulation software 
is a difficult and expensive undertaking. In many cases, developers will need to reverse 
engineer the platform they are trying to emulate, adding to the overall difficulty of this 
solution.90 Moreover, emulators may also become obsolete when the hardware platform for 
which they were developed is phased out. In such scenario, a new emulator would have to be 
developed, further increasing the cost of the emulation strategy.  
 
Where emulation focuses on not changing the underlying file structure of the electronic 
information it preserves, migration focuses on doing just that. When migrating electronic 
information, the information is transferred to another file type that is considered more suited 
for durable preservation.91 By focusing on the file format, migration assumes durable support 
for a format or standard and not for a particular software or hardware platform. As such, its 
feasibility can be considered higher than emulation, at lower cost. However, there are also 
clear disadvantages to this strategy.92 First, migration assumes the availability of a standard 
as well as the long-term maintenance of that standard. As the development of standards takes 
time, migration may thus become difficult to execute at short notice. Also, it should be noted 
that also standards can become obsolete when they are replaced by new standards. In such 
event, re-migration will become inevitable. A second and more pressing disadvantage is that 
migration affects the bit structure of electronic information. While electronic information is 
not bound to a physical medium – and can thus be freely moved to a new storage medium in 
order to avoid the information becoming inaccessible due to the deterioration of the first 
medium – there are certain characteristics of electronic information that can be bound to a 
particular file type. For instance, electronic information created in particular word processor 
software may lose its layout – or parts thereof – when migrated to another format. Another 
matter of import here is the electronic signature, as will be explored in the following 
paragraphs.  
 
Article 1322 of the Belgian Civil Code requires that an electronic signature attests to the 
identity of the person signing the information, and to the integrity of that information. While 
there are several ways in which this can be achieved from a technical viewpoint, it is clear that 
in practice most parties will rely on the digital signature technique, as required for the 
production of a qualified electronic signature. This technique allows to detect even the 
smallest bit-level change to the signed electronic information, as such change will prevent the 
                                                     
89 Some authors consider emulation as the most desirable preservation strategy as it allows information to be 
looked at in the exact way it was intended to be seen. Rothenberg, J. (2000) An experiment in Using Emulation 
to Preserve Digital Publications, Amsterdam: Koninklijke Bibliotheek, 74p.  
90 Boudrez, F., Dekeyser, H., Dumortier, J. (2005) Digital Archiving: the new challenge?, Brussels: I.R.I.S. Group, 
83-84. 
91 Ideally, this file type would be standardized and non-proprietary, in order to increase the chance of it being 
durably supported. An example is the PDF/A standard (ISO 19005), which is aimed at durable preservation.  
92 Rothenberg, for instance, is highly critical of reliance on standards and migration in general: Rothenberg, J. 
(1999) Avoiding Technological Quicksand: Finding a Viable Technical Foundation for Digital Preservation, 
Washington D.C.: Council on Library and Information Resources, 35p.  
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successful validation of the electronic signature.93 Since migration introduces such changes to 
the signed electronic information, the electronic signature is then at risk of becoming invalid. 
The resulting migrated electronic information would then, given the absence of a valid 
signature, lose its status as original under the Belgian general principles on evidence.94 
 
Efforts have been made at ensuring the durable preservation of electronic signatures. One 
proposition is to preserve the validation chain.95 This would include validating the electronic 
signature soon after signing, and subsequently preserving the electronic information – with 
electronic signature – the certificate and the validation information. While preservation of the 
validation chain would allow an electronic signature to be validated long after signing, this still 
requires the electronic signature itself to remain valid. In other words, this solution does not 
solve the problem of migration, where changes in the file format would invalidate the 
electronic signature. While it has been proposed to re-sign the migrated information, this 
solution is unsatisfactory as it essentially entails creating newly signed electronic information 
since law does not provide for the re-signing of previously signed information.96 
 
At least for the time being, the only solution appears to preserve validly signed electronic 
information as is, together with the electronic signature’s validation chain, in order to ensure 
the durable validity of the electronic signature. Here, a trusted third party, more precisely a 
trusted archival service, could be employed to ensure this durable preservation.97 Although 
such trusted archival service has not yet been regulated by law, the Belgian federal legislator 
has for some time expressed its interest in doing so.98 
 
As becomes clear from the previous overview, no preservation strategy is perfect. In all cases, 
different advantages and disadvantages will need to be weighed against each other. While 
emulation offers the possibility to access electronic information as it was originally created, 
                                                     
93 Dekeyser, H., Dumortier, J. (2004) “Juridische obstakels voor de elektronische handel op het vlak van 
archivering en datering”, FPS Economy, SME, Self-employed and Energy, 23-24. 
94 More on the originality issue in the following section, 3.4. 
95 ETSI (2012) “Electronic Signatures and Infrastructures (ESI); CMS Advanced Electronic Signatures (CAdES)”, ETSI 
TS 101 733 V2.1.1; Dekeyser, H., Dumortier, J. (2004) “Juridische obstakels voor de elektronische handel op het 
vlak van archivering en datering”, FPS Economy, SME, Self-employed and Energy, 25; Boudrez, F. (2005) “Digitale 
handtekeningen en archiefdocumenten”, edavid.be, 8-9. 
96 Moreover, in the context of public administrations it must be reminded that the parties that originally signed 
the information may have already left the public service, thus making them no longer competent to sign this 
information. Dekeyser, H., Dumortier, J. (2004) “Juridische obstakels voor de elektronische handel op het vlak 
van archivering en datering”, FPS Economy, SME, Self-employed and Energy, 26. 
97 Ibid., 27. 
98 The Belgian federal legislator went as far as adopting a legal framework hereto, yet did not adopt the executive 
measures needed for this legal framework to fully enter into force. Act of 15 May 2007 holding the establishment 
of a legal framework for certain providers of trust services, Belgian State Gazette 17 July 2007. A more recent 
attempt was a legislative proposal that would regulated trusted archival services. This proposal was, however, 
not adopted in light of the 2014 Belgian Parliamentary elections and the EU’s work on the so-called eIDAS 
Regulation (910/2014). Proposal to amend the legislation introducing the law of electronic commerce, Parl. St. 
Kamer 2012-2013, 2745/1.   
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the development of suitable emulators – and their upkeep – is costly and time-consuming. 
The focus of migration on the file format with which the electronic information is associated 
allows for a cheaper solution, although its reliance on standards and the unavoidable changes 
it makes to the bit structure of electronic information may diminish the feasibility or 
desirability of this strategy. One possible solution is to establish a middle ground strategy99 in 
which the best elements of both options are used. When maintaining the electronic 
information as it was created next to a migrated version, the durable preservation could be 
ensured through migration while at the same time keeping open other options – such as 
emulation – for which the untouched information is needed.100 While from a probative point 
of view this would not lead to the most desirable result – which would of course be full and 
irrefutable proof – it must be remarked that at the present moment no solution appears to 
exist that would ensure the long-term preservation of signed electronic information. 
Moreover, when a judge must assess the value of evidence put forward, all elements regarding 
the creation of the information, its managements, and its preservation can be taken into 
account in assessing its authenticity, integrity and overall trustworthiness.101 In doing so, a 
well-considered archival strategy – while not irrefutable proof in itself – could still support the 
trustworthiness of electronic information.  
3.4 Substitution of non-electronic information 
While the issues discussed in the previous sections too are of concern to archivists, it is 
especially this last matter that strikes at the core of archival science. If substitution were to be 
allowed – i.e. if the archivist could destroy a paper record after producing an electronic 
equivalent thereof – this could be understood as limiting the role of archivists to preserving 
solely the contents of the archival records under their custody, thus not requiring the 
preservation of the physical attributes of the record, such as its age, material and wear and 
tear.102 Important factors here are the originality and authenticity of the record.103 If an 
electronic equivalent cannot display the same traits of originality and authenticity as its non-
electronic counterpart, the latter can principally not be destroyed and substituted by the 
former. 
 
Perhaps one of the most important traits of the archivist – for the purposes of this research – 
is that this person can be regarded as a trusted custodian, being a “neutral third party who 
must demonstrate that it has no reason to alter or to allow others to alter the records in its 
care, and that it has the knowledge required for attesting to, and ensuring the continuing 
                                                     
99 Boudrez, F., Dekeyser, H., Dumortier, J. (2005) Digital Archiving: the new challenge?, Brussels: I.R.I.S. Group, 
87-89.  
100 Id; Duranti, L. (2001) “The impact of digital technology on archival science”, Archival Science, Vol. 1, 46. 
101 Demoulin, M. (2012) “L’archivage électronique et le droit”, In: Demoulin, M. (Ed.) L'archivage électronique et 
le droit, Brussels: Larcier, 33-34.  
102 This is contrary to the belief that it is the duty of the archivist to preserve the record in its entirety, including 
the format in which it was presented to him. Thomassen, T. (2011) “A first introduction to archival science”, 
Archival Science, Vol. 1, 373-385. 
103 Boudrez, F., Drossens, P. (2010) “Substitutie: Magda?”, edavid.be, 1-2. 
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authenticity of, the records”.104 With regard to electronic information, it should be remarked 
that the custodianship of the archivist has “always been linked inextricably to the protection 
and safeguarding of evidence” and that while electronic information may change the way in 
which archivists exercise physical ownership over their records, this is just a change in means 
by which the archivist exercises custodial responsibility and not a change in the substance of 
that task.105 By ensuring the authenticity of the records under archival care, the archivist is of 
utmost importance in ensuring the enduring trustworthiness of archival records.  
 
Apart from the concerns this topic may raise for archival scientists, the legal aspects of 
substitution have not proven to be an easy matter either. As can be gathered from the current 
state of the art in the general rules on evidence under Belgian law, electronic equivalents of a 
non-electronic record are still often viewed as being ‘copies’ – as opposed to ‘originals’ – and 
are thus accorded a lesser legal value.106 Therefore, a non-electronic record cannot always be 
substituted by an electronic surrogate, unless specific rules would allow such procedure. 
Under the general rules on evidence, article 1334 of the Belgian Civil Code holds that when 
the original still exists, parties can always demand this original to be procured, rather than just 
its copies. When the original no longer exists – as would be the case if under substitution the 
original is destroyed and only copies remain – these copies will only have limited probative 
value, should a dispute arise107.108 
 
The legal concerns on this matter originate from the same idea as the archival concerns 
mentioned earlier in this section, namely that the information carrier and the actual 
information have become so intertwined that they are often regarded as synonyms, and that 
thus the first information carrier is regarded as an essential component of an original.109 
However, as noted under section 3.2, it is clear that the general principles on evidence in 
Belgian law determine that it is the signature that makes an original, and not necessarily the 
                                                     
104 Duranti, L. (2009) “From Digital Diplomatics to Digital Records Forensics”, Archivaria, Vol. 68, 41; Duranti, L. 
(ed.) (2002) “The Long-term Preservation of Authentic Electronic Records: Findings of the InterPARES Project - 
Authenticity Task Force Report”, interpares.org, 21. 
105 Macneil, H. (1994) “Archival Theory and Practice: Between Two Paradigms”, Archivaria, Vol. 37, 16. 
106 Vandezande, N. (2015) “Originality in the Belgian Civil Code and the Influence of Digitalization”, 
papers.ssrn.com/sol3/papers.cfm?abstract_id=2660222, 25-26. 
107 Of course, when a copy is presented as evidence and there is no dispute between parties on its correctness, 
it will simply be accepted as proof. However, it remains that parties can with any means of law dispute this copy. 
Demoulin, M., Soyez, S. (2013) “L’authenticité, de l’original papier à la copie numérique”, In : Duranti, L., Schaffer, 
E. (Eds.) The Memory of the World in the Digital Age: Digitization and Preservation, Vancouver: UNESCO, 755-
756. 
108 Article 1335 Belgian Civil Code holds that regular copies can only be considered as beginning of evidence in 
writing. However, copies produced by notaries or at court’s order can be accorded a higher probative value, even 
up to having the same probative value as their originals. 
109 Gobert, D., Montero, E. (2001) “L’ouverture de la preuve littérale aux écrits sous forme électronique”, J.T., 
127. 
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first carrier.110 Therefore, duly signed electronic information can maintain its originality even 
as it moves freely over different information carriers.111 As a result, substitution should be 
possible if preservation of only the information itself is required, if the signature can be validly 
carried over, and if specific rules do not stipulate otherwise. However, there are also cases 
where preservation of the information carrier can be required, for instance when law 
prescribes the use of a particular form.112 In such cases, the paper-based process can be 
considered as a constitutive element of valid administrative decisionmaking, and must 
therefore be respected. 
 
It becomes clear that the signature itself presents a particular issue to substitution. If non-
electronic information is signed, the contents of that information could fairly easily and 
reliably be transposed to electronic information. However, case law is clear that the 
digitalization of the signature itself no longer satisfies the requirements of a handwritten 
signature, nor does it satisfy the requirements of the electronic signature as found in article 
1322 of the Belgian Civil Code.113 This could pose a problem in the context of administrative 
procedures, where certain actions require the valid signature of the competent civil servant. 
If this signature cannot be validly digitalized, the resulting information cannot be considered 
to be duly signed. The result would be a copy of limited probative value, and substitution 
would then not be recommendable.  
 
What can be gathered from this is that the original-copy dichotomy in the general rules on 
evidence in Belgian law poses a threat to substitution. It must therefore be ensured that the 
digitalized versions of information can be considered as originals, if the probative value of that 
information is to be preserved. Moreover, requirements regarding the information carrier 
could provide a further barrier to substitution. These preliminary findings lead to three cases: 
(1) The information carrier is relevant. This is the case where law prescribes the use of a 
particular information carrier.114 Here, it must be assessed what the purpose of this 
carrier is, and whether this purpose could be transposed to electronic processes.115 For 
instance, sometimes the carrier is meant to provide certain guarantees regarding the 
authenticity and integrity of electronic information. While simple transposition of only 
                                                     
110 Demoulin, M., Soyez, S. (2013) “L’authenticité, de l’original papier à la copie numérique”, In : Duranti, L., 
Schaffer, E. (Eds.) The Memory of the World in the Digital Age: Digitization and Preservation, Vancouver: UNESCO, 
749. 
111 Ibid., 747-748. 
112 Dumortier, J. (2015) “Naar een Vlaams beleid inzake substitutie?”, vlaanderen.be, 2.  
113 Council of State, nr. 193.106, 8 May 2009. In this case, the Council of State found that a scan of a handwritten 
signature does not correspond to either a handwritten or an electronic signature, and therefore did not 
constitute a valid signature. 
114 Important to note is that in this sense, the information carrier can be considered to be an essential part of the 
original. There are even instances of documents in law designated as original, yet which are not necessarily 
signed. Demoulin, M., Soyez, S. (2013) “L’authenticité, de l’original papier à la copie numérique”, In : Duranti, L., 
Schaffer, E. (Eds.) The Memory of the World in the Digital Age: Digitization and Preservation, Vancouver: UNESCO, 
749. 
115 Boudrez, F., Drossens, P. (2010) “Substitutie: Magda?”, edavid.be, 3. 
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the information to electronic information would result in loss of those guarantees, 
electronic information processes can also provide alternative guarantees on 
authenticity and integrity. In other cases, however, the paper-based process is integral 
to valid administrative decisionmaking and can not be replaced by an electronic 
process. 
(2) The information carrier is irrelevant and the information is not signed. In this case, 
information can be transposed to an electronic information carrier. Here, substitution 
should in principle be possible, unless there are indications to the contrary.  
(3) The information carrier is irrelevant and the information is signed. As noted above, 
simple transposition of the signature to electronic information does not result in a valid 
signature or electronic signature. Thus, additional measures must be taken to ensure 
that the electronic information is validly signed and can thus constitute an original.  
 
Given the numerous variables in these scenarios that could result in legal uncertainty, it is not 
possible to provide a definitive answer on the legality of substitution, at least not absent a 
clear legal framework hereto. While under the current state of the art no such general legal 
framework on substitution exists, the legislator has decided to specifically allow substitution 
in a number of cases. In these cases, it is specified that the transposed electronic information 
can have the same probative value as their non-electronic counterparts.116 Sometimes specific 
requirements are included with which the digitalized information must comply.117 These 
provisions are, however, very limited in their scope of application, which is mostly confined to 
use within a particular administrative entity or process.118 A legislative proposal to provide a 
more general legal basis for substitution was not adopted.119 With regard to the digitalization 
of invoices, the Belgian federal tax administration has drafted a circular letter detailing how 
substitution can be performed in this field.120 In short, invoices can either be preserved on 
paper, or electronically. When a paper invoice is digitalized, it must either be scanned and 
signed using an advanced electronic signature, or scanned and sealed by algorithm. 
Additionally, electronically created invoices can be preserved by writing them to WORM-
media. Also this circular letter, however, cannot be considered as instituting a general method 
of substitution. 
 
                                                     
116 Examples include the Act of 2 May 1956 concerning the postal cheque, Belgian State Gazette 13 June 1956; 
the Act of 4 December 1990 concerning financial transactions and financial markets, Belgian State Gazette 22 
December 1990; the Act of 21 August 2008 concerning the foundation and organization of the eHealth platform 
and other provisions, Belgian State Gazette 13 October 2008.  
117 As is the case for article 36/1 of the Act of 21 August 2008.  
118 However, it has been argued that if the intention of the legislator was to truly solve the preservation problem 
of these administrations, the probative value of the digitalized information should extent beyond its 
administration of origin. Dumortier, J. (2015) “Naar een Vlaams beleid inzake substitutie?”, vlaanderen.be, 5. 
119 Article 8 proposal to amend the legislation introducing the law of electronic commerce, Parl. St. Kamer 2012-
2013, 2745/1, 47.  
120 Circular letter of 13 May 2008, nr. AOIF 16/2008 (E.T.112.081). 
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For the administrative entities falling under the scope of Belgian federal archival law, attention 
must also be paid to the fact that this legal framework does not foresee substitution. As a 
result, the destruction of non-electronic archival information following the transposition of 
this information to electronic information processes is subject to the agreement of the state 
archivist or those mandated thereto.121 It may then be questioned whether the provisions 
instituting probative value for electronic equivalents of information in particular cases, as 
discussed in the previous paragraph, can be considered as derogating from the general 
principles of archival law.122 If such would not be the case, those provisions must be 
interpreted as only allowing the creation of electronic equivalents with probative value 
alongside their non-electronic counterparts, and not as allowing the subsequent destruction 
of those non-electronic originals. The Belgian State Archives make a distinction between 
archival information marked for permanent preservation and information marked for 
destruction after its preservation term has lapsed. Only the latter information can become 
subject of substitution, under permission of the state archivist.123 A very different approach 
can be found in the Netherlands, where the administrations creating the information 
themselves can decide on the substitution therof.124 Guidelines are provided to assist 
administrations in this process.125  
 
In conclusion, it can be held that substitution remains a thorny issue from the perspectives of 
both archival science and law. While the Belgian legislator has intervened to allow substitution 
in a number of particular cases, there is as of yet no general legal framework on substitution. 
The result is that, for the administrative entities that wish to engage in this form of 
digitalization, substitution remains an exercise of risk management. First, it must be assessed 
whether paper-based information does not constitute an existential condition for valid 
administrative decisionmaking. Second, where such is not the case, the old original-copy 
dichotomy of the general rules on evidence remains in place, which means that validly signed 
non-electronic information must be transposed into validly signed electronic information. 
Where such is not possible and no specific provision on substitution is foreseen, the resulting 
electronic information will be regarded as a copy, and thus be accorded lower probative value. 
While in practice this does not appear to have yet resulted in major issues, the risk that one 
day it will of course remains. It is therefore up to Belgian legislators – at federal and state level 
– to provide a clear legal framework on this matter. 
                                                     
121 Article 5 Belgian Archival Act. 
122 Demoulin, M., Soyez, S. (2012) “L’archivage électronique dans le secteur public”, In: Demoulin, M. (Ed.) 
L'archivage électronique et le droit, Brussels: Larcier, 46-47.  
123 Depoortere, R. (2010) “Substitutie in België, magda?”, presented at VVBAD studiedag Substitutie: Magda?, 
Brussels, 1 April, 5. 
124 Article 7 Dutch Archival Act of 28 April 1995, Stb. 1995, 276. 
125 Article 26b Archival Regulation of 15 December 2009, Stcrt. 2010, 70; Archief 2020 (2014) “Handreiking 
vervanging archiefbescheiden”, archief2020.nl; Dumortier, J. (2015) “Naar een Vlaams beleid inzake 
substitutie?”, vlaanderen.be, 15-17. 
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4 Conclusions 
From what has been described here, it follows that there is a clear link between the activities 
of governmental entities and administrations on the one hand and those of archives on the 
other hand. Public sector actors are within the exercise of their functions bound to preserve 
information, mainly for the purposes of government accountability and transparency. The 
result is the inclusion of information preservation requirements under archival law, which can 
be considered to be part of administrative law. Although administrative law itself is a fairly 
recent branch of law, the link between archives and public sector entities goes back to 
Antiquity, and even lies at the origins of archives. 
 
Within these archives, there is a clear preference to preserve original information. Originality 
is here to be understood as referring to the first form of information, from which other 
versions – copies – are derived. While this notion of originality does not directly correspond 
to the originality requirement found in Belgian civil law – where there can be more than one 
original and where the signature is the hallmark of originality – both originality requirements 
do at least to some extent serve the same purpose. Civil law’s preference for written and 
signed information stems from the desire to ensure the reliability of evidence, and to provide 
all parties with the same probative means.126 Similarly, it was found here that the reliance of 
diplomatics and archival science on original information is meant to ensure that information’s 
integrity and authenticity, which in turn serves to support the trustworthiness of that 
information as evidence. The purpose of the formalities that define the originality notion in 
Belgian civil law is therefore the same under the rules on evidence as it is to archival law: they 
protect information against fraud and forgeries, in order to ensure the reliability of that 
information for later (probative) use.  
 
The digitalization of society and information processes has of course also had impact on the 
functioning of archives. For the purposes of this research, three distinct issues were identified 
where this impact is most notable: (1) whether information processes designed for non-
electronic information can be replaced with electronic information processes; (2) whether 
such electronically created information can durably be preserved; and (3) whether electronic 
information can substitute non-electronic information, whereby the non-electronic 
information is destroyed after the creation of its electronic equivalent.  
 
In principle, information processes could be conducted electronically as law since long 
recognizes electronic signatures and that electronic information can satisfy the requirement 
of a writing. Duly signed electronic information can thus be accorded the same probative value 
as a signed written act. However, there are quite a few cases in law where specific formalities 
are imposed, which means that it must be assessed on a case-by-case basis whether and how 
electronic information processes can satisfy the purposes of those formalities. Absent clear 
                                                     
126 Aubry, C., Rau, C.F., Bartin, E. (1922) Cours de droit civil français, Tome XII, Paris: Marchal et Billard, 188-189.  
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provisions on the admissibility of electronic information processes in a particular case, this is 
mainly a risk management exercise. 
 
Once electronic information has been validly created, its preservation poses the next issue. As 
electronic information relies on a particular combination of computer hard- and software in 
order to be understable, measures must be taken to ensure that this information does not 
become inaccessible due to digital obsolescence. The two most well-known initiatives 
undertaken by archives both have their particular drawbacks. Emulation preserves the 
electronic information as is, but relies on software that is costly and time-consuming to 
develop. Migration is a more manageable strategy, but its inherent changes at the bit-level of 
the electronic information risk invalidating the electronic signature. If the electronic signature 
becomes invalid, the probative value of that electronic information will be significantly 
lowered. However, even without changes at the bit-level, the certificates used in creating the 
electronic signature may expire, thus again impeding later validation of the electronic 
signature. It can therefore be proposed to preserve the complete validation chain, as part of 
a comprehensive preservation strategy. 
 
While the first issue concerned so-called digital born electronic information, the last issue 
focuses on substitution, being the replacement of non-electronic information by their 
electronic counterparts. Here, reference must be made to the originality requirement under 
Belgian civil law, as electronic equivalents risk being considered as copies of lesser probative 
value if they cannot be regarded as originals. Substitution of signed information is therefore 
only recommendable if a valid electronic signature can be produced, or where the legislator 
has foreseen specific provisions regulating the probative value of electronic equivalents. 
Additionally, specific formalities regarding the information carrier may prevent substitution. 
Moreover, public sector entities are subjected to the Belgian Archival Act, which holds that 
the state archivist must agree with the destruction of information, thus requiring the 
involvement of this person in the substitution process. As under the previous issues, the 
decision on whether to implement substitution is, absent a clear legal framework on this 
matter, largely a risk management exercise. 
 
From this, it becomes clear that the digitalization process has impacted the originality 
requirement under Belgian administrative law in two main ways. First, there is the 
introduction of digital born electronic information processes, which requires the acceptance 
of electronic originals. As the rules on evidence of Belgian civil law can also apply here, the 
groundwork for such acceptance has already been laid. However, specific formalities may still 
prevent the creation of an electronic original. Moreover, the durable preservation of 
electronic signatures remains a difficult matter, and still encompasses the risk of the duly 
signed electronic information losing its originality should the electronic signature lose its 
validity over time. Second, there is the substitution of non-electronic information by its 
electronic counterparts. Here, the original – copy dichotomy is still very much present, 
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resulting in a risk for the electronic substitutes to be accorded the lower probative value of a 
copy. 
 
Despite these challenges to the originality notion posed by digitalization processes, the 
legislator has only sparsely intervened, mainly by adopting provisions allowing the use of 
electronic information processes and – somewhat rarer – by providing for probative value for 
electronic substitutes. While the theoretical risk concerning lack or loss of originality of 
electronic information is clear, it must be said that thus far no major practical issues have 
risen. The question is then whether it is wise to rely on such statistic where probative matters 
are at stake. It is clear that the legislator, in strictly regulating the civil law rules on evidence 
and in imposing formalities, has wanted to ensure that all parties to an agreement can obtain 
trustworthy evidence of high probative value. However, in regulating some aspects of the 
digitalization process – namely by accepting the electronic signature and electronic 
information as writing – yet foregoing to comprehensively regulate other aspects of this same 
process – such as durable preservation and substitution – it is also clear that these parties are 
now at risk of being confronted with evidence of possibly lower probative value. And as 
becomes clear from the research conducted here, this is not just a matter for civil parties but 
has consequences to the preservation requirements imposed on public sector entities as well.  
