Signature verification is one of the important methodologies for personnel identification. Because of its wide applications to security practices quite a number of signature verification techniques associated with various features have been proposed.
Introduction
Usually, one's own signature is a mature form after experience over a quite long period of time, which involves some significant characteristics. Because of the effectiveness of these characteristics and the ease of process, signature verification is widely applied to authorize personal identification in a variety of organizations. With the advances in computer technology and the high speed required in modern business transactions, the need for automatic signature verification is increasing.
The objective of this paper is to propose an efficient and reliable off-line verification system for Chinese signatures.
Verification for Chinese signatures is much more difficult than other languages due to the complicated structure of Chinese characters, which is the main factor that increases the variations in writing. To cope with this difficulty, we focus on finding effective features from Chinese signatures that are not much affected by these variations, for the proposed system.
In order to find effective features in Chinese signatures, a variety of recently proposed signature features for any language were surveyed and some new features for our own were presented. Secondly, we examined the effectiveness of each of these features extracted from Chinese signatures. Finally we selected the features that establish higher verification rates. As a result, we propose an off-line Chinese signature verification system on the basis of a combination of selected features.
The main job of an automatic signature verification system is to distinguish between genuine signatures and forged signatures. The forged signatures can be coarsely divided into two classes, freehand forgeries and simulated forgeries. The latter class is much more difficult to verify than the former. For the purpose of efficiency, the proposed system processes in two stages, where the first stage discriminates simple freehand forgeries, and the second stage processes the more complicated case.
The most common measure of the performance of a signature verification system is a pair of statistics known as false rejection rate (FRR) and false acceptance rate (FAR). To set the desired balance between FRR and FAR, many systems have variable thresholds. Usually, zero percent FAR is required for the sake of security. This paper is organized as follows: Section 2 tells how to capture signature data. In section 3, we describe the preprocessing steps utilized in our work. Features and dissimilarity measure are introduced in section 4. Features are examined in section 5. Some experimental results and discussions are given in section 6, with conclusion in section 7.
Signature Data
Our signature data consists of 400 genuine signatures from 20 persons and 320 forgeries from 20 persons. To acquire the genuine signatures, every person signed his own signature 10 times using a ballpoint pen on two different occasions. Five genuine signatures were randomly selected at each occasion. The remaining signatures were used as testing samples.
Signatures were subjected to three kinds of forging, which are freehand, simulated, and traced [13] signatures. Signatures forged by a professional forger and traced signatures are very difficult to detect. Therefore, in general, the off-line signature verification system is designed to detect freehand signatures or simulated signatures by amateurs. To obtain simulated forgeries, forgers were allowed to practice ahead of time. Among 16 forgeries (8 each for the freehand and simulated) from each forger, 5 freehand and 5 most-similar simulated forgeries were chosen to make up the 200 forged test samples. All samples were written in a limited space and horizontally oriented. Each sample was scanned with a scanner and expressed as a 256 gray-level image with a resolution of 300×120 pixels. Figure 1 (a) shows an example of these signatures.
Preprocessing Steps
The features to be examined in this paper are extracted from some preprocessed versions of the original images. In this section, we shall describe the preprocessing steps required for our work.
 Background reduction : This can be done by using the filter defined in Eq. (1).
is the gray value of the original image with 1 ≤ i ≤ M , 1 ≤ j ≤ N, and M×N is the size of the image.
 Noise reduction : This is simply performed by a lowpass filter.
 Binarization : We use Otsu's method [15] to binarize a gray-leveled signature image.
 Segmentation : Chinese signatures usually contain three Chinese characters with little or no connection between every two adjacent Chinese characters. This nature often causes significant variation in writing as a whole. In order to reduce such instabilities, we segment the signature to separate each character, so that the local features from each character can be extracted. This can be done by simply scanning the image vertically and horizontally to find out the boundary lines of each character.
 Thinning : Zhang-Suen/Stentiford/Holt's method [16] is utilized to obtain the skeleton of the binarized image.
 Contouring : We obtain the contour of the binarized image by simply collecting all black pixels adjacent to a white pixel. 
Features Extraction
In this section, we survey a variety of recently proposed signature features and propose some new good features. We also examine each of these features to evaluate its performance in Chinese signature verification.
Recently Proposed Signature Features
There are three main categories for the recently proposed signature features: geometric, moment-based, and pressure-like features, which are described as follows.
 Geometric features:
(1) The width and height of the binarized image of each segmented character, which form a vector denoted by WH.
(2) Normalized width and height, which are the width and height evaluated from (1) divided by the maximal value of widths and heights, the resulting vector is denoted by NWH. (1) Moments proposed by Hu [8] : These features are extracted from the thinned, binarized, contour, and filled outline images, and denoted by TM, BM, CM, and OM, respectively.
(2) Projection Moments proposed by Madhvapathy [12] : These feature are also extracted from the thinned, binarized, contour, and filled outline images, and denoted by TPM, BPM, CPM, and OPM, respectively. Table 1 . 
The Proposed Signature Features
We present two features in this paper, both belonging to the category of geometric features, as follows:
(1) Normalized slant features : The slant features described in the category of geometry is modified to become more stable features under different writing conditions as follows:
NHSP=HSP/width, NVSP=VSP/height, NNSP=NSP/Min(width, height), NPSP=PSP/ Min(width, height).
The vector formed by the resulting features is denoted by NS.
(2) Pixels/area ratio : The ratio of the number of pixels in the character to the area of the rectangle where the character is inscribed. These features extracted from the binarized, contour, and filled outline images are denoted by BAR, CAR, and OAR, respectively.
The proposed features are tested based on the same signature samples, and the results established by FRR and FAR are shown in Table 2 . 
Dissimilarity Measure and A Near-Optimal Combination of Features

Dissimilarity Measure
The weighted Euclidean distance proposed by Ammar [1] is utilized to measure the dissimilarity of two signature images, which is defined as follows:
where F i is the ith feature of the sample to be verified. For comparison of two signatures, we need to determine a threshold T on the dissimilarity measure. Here we set the value of T to be the maximal distance of all pairs of reference genuines multiplied by a parameter C (1≤C≤2). The value of C is determined from our experiment. The details are described in the next subsection.
Feature Selection and Combination
According to the results of feature examination in the previous section, we select the features that established lower error rates for classification. All possible combinations of these candidate features associated with operations "AND"(denoted by "&") and "OR" (denoted by "|") are tested. The best combination, with FRR/FAR crossover of 3.5%, turns out to be 
Experimental Results and Discussion
In this paper, we proposed an off-line Chinese signature verification system using a combination of features which show good performance. Figure 2 shows the flow chart for this system. 200 genuine signatures are taken for training and 400 signatures (200 genuine and 200 forgeries) for testing. Some of these samples are shown in Figures 3 and 4 . In the previous section, we discussed how to determine an appropriate threshold value on dissimilarity measure for comparison. That is, the greater the threshold, the greater decrease in the Type I Error Rate and the greater increase in the Type II Error Rate. Table 3 shows the verification results with respect to the values of C between 1 and 2. Based on the combination of features described in section 5. It can be seen that C=1.1 is the best choice, in which case the sum of Type I and Type II error rates is minimal. 
Conclusion
In The experiments demonstrated satisfactory results for the progress of off-line Chinese signature verification. Further improvement in our system, like successfully discriminating between skilled forgeries and genuines, and searching for features that are independent of sorts of pens is being investigated. 
