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ánimo cuando las cosas no saĺıan, y amigos sinceros siempre.
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Departamento de Sistemas Informáticos y especialmente quiero mencionar a mis
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Resumen
Las redes de interconexión son un componente clave en un gran número de
sistemas. En la actualidad, son necesarias interconexiones de baja latencia y
gran ancho de banda para la ejecución de aplicaciones en sistemas tales como
supercomputadores, clusters de PCs y otros.
Hay muchos aspectos necesarios para obtener redes de interconexión de al-
tas prestaciones satisfactorias. Entre ellos, la calidad de servicio (QoS) es la
responsable de asegurar que se alcanza un cierto rendimiento. Dependiendo de
las aplicaciones concretas, pueden ser necesarias garant́ıas de lantecia, de pro-
ductividad o de otro tipo.
Las soluciones tradicionales para ofrecer QoS en redes de interconexión de
altas prestaciones normalmente se basan en arquitecturas complejas. Por ejem-
plo, los canales virtuales son un mecanismo que se propone con frecuencia para
aislar diferentes clases de tráfico. Sin embargo, es poco habitual el ver en im-
plementaciones finales tantos canales virtuales como aparecen en propuestas y
especificaciones.
El principal objetivo de esta tesis es investigar si podemos ofrecer mecanismos
eficientes de QoS. Nuestro propósito es alcanzar un soporte completo de QoS con
el mı́nimo de recursos. Para ello, se identifican redundancias en los mecanismos
propuestos de QoS y son eliminadas sin afectar al rendimiento.
Esta tesis consta de tres partes. En la primera comenzamos con las pro-
puestas tradicionales de QoS a nivel de clase de tráfico. Nosotros proponemos
un marco más eficiente de QoS que sólo necesita dos canales virtuales en los
conmutadores. Esto es posible porque se aprovecha la planificación realizada en
los nodos terminales.
En la segunda parte, proponemos cómo adaptar los mecanismos de QoS basa-
dos en deadlines para redes de interconexión de altas prestaciones. Utilizando
un enfoque similar al de la parte anterior, obtenemos resultados notables con
conmutadores de arquitectura simple.
Por último, también investigamos la interacción de los mecanismos de QoS
con el control de congestión. Proponemos una solución integrada que se basa en




Interconnection networks are a key component of a variety of systems. Today,
low-latency and contention-free interconnection networks are demanded for the
execution of many applications in systems like supercomputers, clusters of PCs,
and others.
There are many issues involved in successful high-performance interconnects.
Among them, quality of service (QoS) is responsible of guaranteeing that a cer-
tain performance is achieved. Depending on the specific applications, guarantees
on latency, throughput, and other indices may be critical.
Traditional solutions to provide QoS in high-performance interconnects usu-
ally rely on complex architectures. For instance, virtual channels are a mech-
anism that is often proposed to isolate several traffic classes. However, it is
unusual to see in a final implementations as many virtual channels as in propos-
als.
The main objective of this thesis is to investigate if we can offer efficient
mechanisms to provide QoS. Our purpose is to achieve a full QoS support with
the minimum of resources. We do that by identifying redundancies in current
proposals for QoS support and eliminating them.
This thesis consists of three parts. In the first one we take as a starting
point the traditional proposals of QoS at the traffic class level. We propose a
more efficient framework for QoS provision using just two virtual channels at the
switches. This is possible because we take advantage of scheduling performed at
end-nodes.
In the next part, we propose how to adapt deadline-based QoS algorithms
to high-performance interconnects. Using an approach similar to that of the
previous part, we obtain remarkable results with simple switch architectures.
Finally, we investigate in the interaction of QoS mechanisms and congestion
management techniques. We propose an integrated solution that benefits from
the synergy between both aspects of high-performance networking.
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CHAPTER 1
Introduction
IN this chapter we start this thesis by discussing its motivation and objectives.Firstly, we discuss the framework in which we are working. We identify the
problem we aim to solve and offer the motivation that drives this work. Finally,
we settle the objectives we want to accomplish and introduce the organization
of the following chapters.
1.1. Environment
In the information era, networks are responsible of communicating the ubiq-
uitous computing devices. There are a plethora of implementations of this gen-
eral idea, each implementation aiming to satisfy the requirements of different
applications.
An interconnection network is the subsystem that satisfies the communica-
tion necessity of a larger system. For instance, there are interconnection net-
works in multicomputers, in multimedia broadcasting, in telephony, etc.
Point-to-point interconnection networks have replaced buses in an ever grow-
ing range of applications that includes on-chip interconnect, switches and routers,
and I/O systems. Point-to-point networks provide the scalability and perfor-
mance demanded by many emerging and consolidated applications. In this way,
the field of high-performance networks or interconnects is still a very active re-
search area.
The technology of high-performance networks has been a subject of constant
research during the last two decades. In this way, new proposals are constantly
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appearing and many ad hoc solutions have been implemented. It has not been
until recently that standards have emerged to uniformize the development of
interconnection networks.
Interconnection networks are currently being used for many different applica-
tions, ranging from internal buses in very large-scale integration (VLSI) circuits
to wide area computer networks. Among others, these applications include back-
plane buses and system area networks; telephone switches; internal networks for
routers; processor/memory interconnects for vector supercomputers; intercon-
nection networks for multicomputers and distributed shared-memory multipro-
cessors; clusters of workstations and personal computers; local area networks;
metropolitan area networks; wide area computer networks; and networks for
industrial applications. Additionally, the number of applications requiring in-
terconnection networks is continuously growing.
Parallel to the evolution of interconnection networks, there is also an evo-
lution of applications. In a feedback cycle, new network capabilities allow new
applications and the use of new applications drives the research for better net-
works.
However, the emerging applications are different from the old ones. Tradi-
tionally, the applications have only required that the network did its best to
communicate applications. This is called best-effort. On the other hand, the
new applications require guarantees on the performance that the network will
offer. For instance, if we are to set up a telephony system over the network, we
must guarantee that the users will have satisfactory communication. This is only
possible if the interconnection network can also guarantee that the application
will achieve a certain performance.
These performance guarantees to applications and network users are known
as quality of service (QoS). The most typical example of QoS-requiring applica-
tions are multimedia applications. These are characterized by high bandwidth
requirements and low response time. However, we will see in the next chapter
that there are many application-specific QoS requirements.
In addition to multimedia applications, QoS provision is useful in intercon-
nection networks for other applications. For instance, it is usual that in a mul-
ticomputer there are several types of applications and, therefore, several types
of traffic. We can identify:
Parallel applications traffic. This is the “mission” traffic, the traffic that
comes from the applications that provide the functionality of the system.
Both for shared-memory and message-passing architectures, the commu-
nication between processes must be as fast as possible, to reduce network
overhead.
I/O traffic. When the applications need to access storage media, they
generate a considerable amount of bandwidth because they usually need
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large amounts of data. In this case, delay is not as important as the
throughput, or the amount of information transferred each time unit.
Management traffic. In addition to “mission” applications, the system
needs to execute management applications to work properly. For instance,
we need backup copies, accounting, operating system updates, etc. This
traffic is not specially QoS-demanding, but it is desirable that it does not
disturb the normal operation of the system.
An expensive although common solution is to provide three separate net-
works, one for each kind of traffic. In this way, QoS-provision is achieved by
implementing each network with worst-case requirements, which is a complete
waste of resources.
A QoS-provision-based solution would be to just implement a network which
is shared by the three kinds of traffic. In this way, resources are reused and the
interconnection becomes cost-effective. Of course, in that case it is essential to
schedule the available resources in a correct way such that the different traffic
classes achieve their requirements.
1.2. High-Performance Networks with QoS Support
In the last years, there have been many proposals of high-performance net-
works with QoS support. In the next chapter we will review some of them in
depth, but we can anticipate that most of these proposals rely on virtual channels
(VCs).
The idea behind VCs is to build several virtual networks over a single physical
network and achieve efficiency by statistically multiplexing the traffic of these
networks. This has been a very successful idea, and there have been many
proposals on how to assign applications to VCs and how to multiplex traffic from
different VCs. Moreover, this idea has made its way into the few specifications
of high-performance interconnect standards.
Most proposals incorporate 16 or even more VCs, as we will see in the next
chapter. The problem with VCs is that they are expensive to implement if we
put too many of them. Therefore, there are few implementations with more
than a few VCs, and hence the main motivation of our work, as we see in the
following.
1.3. Motivation
The main motivation of this thesis is the lack of efficient QoS-provision pro-
posals for high-speed interconnects. Most of the proposals in the literature fall
into one of the following two categories:
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Effective, but too complex to be implemented or to scale properly.
Scalable and affordable, but with a reduced QoS provision, often for just
two or three broad categories.
The motivation of our work is to offer an architecture both effective and
affordable for QoS provision in high-speed interconnects. As we will see later, our
proposal is based on the elimination of redundancies in QoS support. Therefore,
we are not aiming at a better performance, but at obtaining similar performance
while dramatically reducing implementation cost.
1.4. Objectives
Given the motivation of our work, we can outline a series of smaller objectives,
which gradually converge towards our main motivation. These objectives are:
1. Study of previous work. This involves three areas of research: high-
performance networks in general, QoS provision in general, and QoS provi-
sion in high-performance networks. We must also pay attention to specific
proposals and industry standards.
2. Develop a simulation tool to model high-performance networks. This tool
has to be flexible enough to test different architectures and proposals of
QoS support. Moreover, it also has to be accurate enough to provide
meaningful results. Besides, a great variety of performance metrics are
desirable, to measure the goodness of different proposals.
3. Identify the sources of redundancy in QoS-provision proposals. The idea
is to be able to achieve the same or similar results with simpler network
elements.
4. Propose an efficient network architecture to provide QoS in high-speed
interconnects. This proposal has to consider a limited set of traffic classes
and has to offer bandwidth and delay guarantees to them.
5. Evaluate this proposal from the implementation point of view, considering
how much silicon area, power consumption, and delay are introduced when
using this proposal.
6. Evaluate this proposal from the performance point of view. In this case,
we study by simulation the traditional QoS indices such as latency and
throughput.
7. Propose an efficient QoS-provision at the individual flow level, instead of
just considering a few traffic classes. This has also to be evaluated to study
its performance.
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8. Propose an integrated framework of QoS-provision and congestion man-
agement. Although congestion management is not the topic of this thesis,
it is desirable an integrated solution. In this way, both mechanisms can be
implemented at the same time with an affordable cost.
These points will be covered along this thesis. Moreover, in the last chapter
we will revisit them to see how they were accomplished.
1.5. Organization of the Thesis
This thesis is organized in six chapters, which are briefly introduced here:
Chapter 1. This chapter introduces the framework and the motivation of
the thesis.
Chapter 2. The related work is introduced here. We offer a general view
of high-speed interconnects. We also review QoS provision in networks.
Finally, we study specific proposals of high-performance interconnects with
QoS provision.
Chapter 3. In this chapter we introduce our proposal of efficient QoS
provision at the traffic class level. This chapter includes a more detailed
motivation, the new proposal, and the evaluation.
Chapter 4. The proposal of efficient per-flow QoS provision is presented
here. We also follow the structure of motivation, proposal, and evaluation.
Chapter 5. Our last proposal is presented here. In this case, we integrate
traffic-class QoS provision with efficient congestion management. The eval-
uation of this integrated architecture is also included in this chapter.
Chapter 6. This last chapter summarizes and concludes the thesis. We will
discuss which are the main contributions of our work, which publications
have followed, and which are the directions of future work.
In addition to these, there is a detailed bibliography at the end of the thesis.




INTERCONNECTION networks are a key component in a variety of systems.These include systems-on-chip, system area networks, high-speed local area
networks for clusters, and interconnects for the most powerful parallel machines.
In all these cases, the requirements of high bandwidth and very low latency
differentiate this kind of networks from classical local area networks.
The objective of this chapter is to introduce the basic concepts regarding
interconnection networks that will be necessary to fully understand our proposals
in the following chapters. Since this is a brief review of a broad topic, the reader
is encouraged to use bibliographic references for futher information. On the
other hand, two general books that are particularly suitable for introducing
interconnection networks are [Duato et al. 02] and [Dally and Towles 03].
Firstly, we will review the special characteristics of interconnection networks,
specially focusing on switch design and architecture. The next part of the chapter
focuses on QoS, both as a general characteristic of networks and specifically
for interconnection networks. Finally, we will review several high-performance
switches and interconnects with QoS support.
2.1. High-Performance Networks
Networks are responsible for the communication between the components
of many systems. The problem has been extensively studied and there are a
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plethora of proposals. The networks can be classified according to their size,
from tiny on-chip networks, system area, local area, metropolitan area, and wide
area networks. Moreover, the physical medium used to provide the interconnect
can also vary, from copper wires, optical fiber, and wireless radio-based networks.
High-performance networks are a subset of networks that are characterized by
the application requirements, rather than physical characteristics [Duato et al.
02]. In this case, the applications demanding high-performance networks require
a very high bandwidth and a very short response time or delay. When these
requirements are strong enough, the traditional techniques used for network
design are not enough to offer satisfactory results. Since commodity components
cannot be used, a new set of techniques and new architecture designs are needed
to build high-performance networks or high-performance interconnects.
There are many systems where a high-performance interconnect is neces-
sary. Here, we give a list of examples, but the number of applications requiring
interconnection networks is continuously growing.
Internal communication in very large-scale integration (VLSI) circuits.
System and storage area networks.
Internal networks for telephone switches and internet protocol (IP) routers.
Processor-to-processor and processor-to-memory interconnects for super-
computers.
Interconnection networks for multicomputers and distributed shared-memory
multiprocessors.
Clusters of workstations and personal computers.
As we see, interconnection networks are a key component in a variety of sys-
tems. Specially in supercomputers, the network is usually the bottleneck, rather
than the processors. For this reason, the theoretical maximum performance from
parallel applications is limited by the communication subsystem [Duato et al.
02]. This illustrates the importance of efficient high-performance interconnects.
2.1.1. Classification
Interconnection networks can be classified according to network topology
[Duato et al. 02]. In this way, we would have:
Shared-medium networks. The transmission medium is shared by all com-
municating devices.
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Direct networks. Point-to-point links directly connect each communicating
device to a (usually small) subset of other communicating devices in the
network.
Indirect networks. The devices are connected by means of one or more
switches, instead of being directly connected.
Hybrid approaches. In this case, an intermeditate solution is implemented.
These network classes and the corresponding subclasses will be described in
the following.
2.1.1.1. Shared medium networks
In shared medium networks, there is a transmission medium shared by all
communicating devices. In such shared-medium networks, only one device is
allowed to use the network at a time. On the other hand, all the devices can
receive the information transmitted simultaneously.
The most common shared medium is a bus. Wireless communications also
belong to this category, but usually do not provide a performance good enough
for high-performance applications. Optical buses, on the other hand, can greatly
increase bandwidth, but suffer of the same problems than classical buses.
The arbitration strategy is an important issue in shared medium networks.
When several devices want to communicate, the bus arbiter has to choose one
of them to become the bus master. There are many alternatives to implement
this arbiter, but nearly all of them must make use of specialized hardware.
The main advantage of shared medium networks, besides their simplicity,
is their ability to support atomic broadcast. This property is important to
efficiently support many applications requiring one-to-all or one-to-many com-
munication services, such as barrier synchronization and snoopy cache coherence
protocols.
However, due to limited network bandwidth, a single shared medium can
only support a limited number of devices before the medium becomes a bot-
tleneck. Therefore, shared medium networks scale badly. This means that the
interconnection cannot be efficiently expanded to cope with increasing numbers
of communicating devices.
2.1.1.2. Direct networks
As we have seen, the main problem with shared-medium based networks is the
scalability. The direct network or point-to-point network is a popular network
architecture that scales well to a large number of devices. A direct network
consists of a set of nodes, each one being directly connected to a (usually small)
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subset of other nodes in the network. Each node contains one of the devices that
are communicating and, in addition to it, contains a switch. Switches handle
message communication among nodes, since each switch is connected to some
other switches, belonging to neighbor devices. Usually, two neighboring nodes
are connected by a pair of unidirectional channels in opposite directions. A
bidirectional channel may also be used to connect two neighboring nodes.
Each switch supports some number of input and output channels or links.
Internal channels or ports connect the local device. External channels are used
for communication between switches. Usually, each node has a fixed number of
input and output channels, and every input channel is paired with a correspond-
ing output channel. Through the connections among these channels, there are
many ways to interconnect these nodes. Obviously, every node in the network
should be able to reach every other node.
Direct networks are characterized by their topology, which is the way in which
the switches are connected by channels. Topologies are modelled as a graph,
where the vertexes of the graph represent the nodes and the edges of the graph
represent the communication channels. This is a very simple model that allows
to study a lot of network properties in an abstract way.
Depending on graph properties, a topology is said to be superior than other.
For instance, an all-to-all connection of all nodes is an excellent topology from
the performance point of view, since the maximum distance between any two
nodes is 1. However, this topology has the disadvantage of requiring a switch
with N links (including the internal one) at each node for a network with N
nodes. Therefore, the cost is prohibitive for networks of moderate to large size.
Popular network topologies include:
1. Meshes. In a n-dimensional mesh, most nodes have 2n external channels.
However, nodes at the borders of the structure have less channels and,
therefore, this topology is not regular.
2. Torus. A n-torus is almost like a n-dimensional mesh, but every node has
exactly 2n external channels. In this case, there are no borders in the
topology, since each row is connected to form a ring.
3. K-ary n-cubes. These are n-dimensional cubes with k nodes along each
edge. Every node has n neighbors if k = 2 and 2n neighbors if k > 2.
4. Trees. This topology has a root node connected to a certain number of
descendant nodes. Each of these nodes is in turn connected to a disjoint
set (possibly empty) of descendants. A node with no descendants is a leaf
node. A characteristic property of trees is that every node but the root
has a single parent node. Therefore, trees contain no cycles.
There are many other topologies. The designer of the system must carefully
select a topology which properties are the best suitable for the application that
will communicate, but also with an efficient implementation.
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Direct networks are very popular for high-speed interconnects, specially in
multicomputers. There are many real-life examples of this network design, in-
terested readers can consult [Duato et al. 02].
2.1.1.3. Indirect networks
Indirect networks are another major class of interconnection networks. In-
stead of providing a direct connection among some nodes, the communication
between any two nodes has to be carried through some external switches. That
means that nodes no longer have switches, but network adapters or network
interfaces.
The interconnection of the switches defines various network topologies, just
like in direct networks. However, the main advantage of indirect networks is
that several nodes can share the same switch, thus reducing component count.
In addition to regular topologies, like those for direct networks, in indirect
networks there is support for irregular topologies. This is a typical case in
clusters, which can be built just by adding new switches and computers to the
existing system.
Multistage interconnection networks (MINs) are also a popular topology for
indirect networks. In this case, the devices are connected through a number of
switch stages. The number of stages and the connection patterns between stages
determine the routing capability of the networks.
There are many variations of MIN topology, depending on connection pattern
and whether they are blocking or not. In non-blocking MINs, any two free
devices can be connected without affecting any existing connections. This is
very important in telephony and circuit switching networks, as we will see later.
Classical MINs are unidirectional and there are input devices and output
devices. In this case, links are also unidirectional and switches differentiate
input and output ports. However, since in most interconnection technologies
links are bidirectional (or pairs of two unidirectional links are bundled together),
bidirectional MINs are usually used. These are also known as folded MINs.
In bidirectional MINs, connections have a forward path, a turn-around point,
and a backward path. The advantage of this topology is that there are no cycles
and routing is easy.
2.1.2. Switching techniques
In the previous section we saw a classification of high-performance networks.
This thesis will focus in direct and indirect networks, since they are the most
efficient solutions.
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A switching technique is the technique used to transfer information through
the network. At the application level, user messages or just messages are gen-
erated. These are pushed to the network level through network interfaces. In
these devices, messages are converted into packets. A message can generate one
or more packets. In the latter case, packets must be reassembled at the receiver’s
network interface, to forward the original message to the application.
Taking into account the previous information, the switching technique deals
on how to transfer packets from one end-node to another, passing through one
or more switches. In the case of direct networks, each device is a switch by itself,
while in indirect networks switches are separated devices.
The term router has a different meaning depending on the context. Since it
may be confusing, we will rather use switch. However, it is usual in bibliography
to use “router” for “switch” and “switch” for the “switch fabric” (usually a
crossbar).
In this section we briefly review switching techniques. A more comprehensive
description of these techniques can be found in [Duato et al. 02].
For the purposes of comparison, for each switching technique we will consider
the computation of the base latency of an L-bit message in the absence of any
traffic. The phit (physical unit) size and flit (flow control unit) size are assumed
to be equivalent and equal to the physical data channel width of W bits. The
routing header is assumed to be 1 flit; thus the message size is L + W bits. A
switch can make a routing decision in tr seconds. The physical channel between
two switches operates at B Hz; that is, the physical channel bandwidth is B×W
bits per second. We assume that channel wires are short enough to complete
a transmission in one clock cycle. Therefore, the propagation delay across this
channel is denoted by tw =
1
B
. Once a path has been set up through the switch,
the switching delay is denoted by ts. The switch internal data paths are assumed
to be matched to the channel width of W bits. Thus, in ts seconds a W-bit flit
can be transferred from the input of the switch to the output. The source and
destination are assumed to be D links apart.
We will see in the following the four switching techniques more often used in
high-performance networking: circuit switching, packet switching, virtual cut-
through, and wormhole. Other less usual techniques can be found at [Duato et
al. 02].
2.1.2.1. Circuit switching
In circuit switching, a physical path from the source to the destination is
reserved prior to the transmission of the data. In this case, messages are not
packetized, i.e. we transfer messages directly. The path is established by inject-
ing a special message, the routing probe, into the network. This message contains
the destination address and some additional control information. It progresses
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toward the destination reserving physical links as it is transmitted through inter-
mediate switches. When the control message reaches the destination, a complete
path has been set up and an acknowledgment is transmitted back to the source.
In this way, a circuit is established.
The message contents may now be transmitted at the full bandwidth of the
hardware path. The circuit may be released by the destination or by the last
few bits of the message. The circuit may also be kept for a longer period, as in
telephony networks.
Circuit switching is generally advantageous when messages are infrequent
and long; that is, the message transmission time is long compared to the path
setup time. Once the circuit has been established, there is no significant delay,
other than propagation delay, introduced on messages.
The base latency of a circuit-switched message is determined by the time
to set up a path and the subsequent time the path is busy transmitting data.
While the routing probe is buffered at each switch, data bits are not. There are
no intervening data buffers in the circuit, which operates effectively as a single
wire from source to destination.
The base latency of circuit switching can be expressed as:
tcircuit = tsetup + tdata








The main disadvantage of circuit switching is that the physical path is re-
served for the duration of the message and may block other messages. For
example, consider the case where the probe is blocked waiting for a physical link
to become free. All of the links reserved by the probe up to that point remain
reserved, cannot be used by other circuits, and may be blocking other circuits,
preventing them from being set up.
2.1.2.2. Packet switching
In circuit switching, the complete message is transmitted after the circuit has
been set up. Alternatively, the message can be partitioned into packets. When
packets have a fixed-length, they are usually called cells. The first few bytes of a
packet contain routing and control information and are referred to as the packet
header. Each packet is individually routed from source to destination. This
technique is referred to as packet switching. A packet is completely buffered at
each intermediate node before it is forwarded to the next node. This is the reason
why this switching technique is also referred to as store-and-forward switching.
The header information is extracted by the intermediate switches and used to
determine the output link over which the packet is to be forwarded. The latency
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experienced by a packet is proportional to the distance between the source and
destination nodes.
Packet switching is advantageous when messages are short and frequent.
Unlike circuit switching, where a segment of a reserved path may be idle for
a significant period of time, a communication link is fully utilized when there
are data to be transmitted. Many packets belonging to a message can be in
the network simultaneously even if the first packet has not yet arrived at the
destination.
However, splitting a message into packets produces some overhead. In addi-
tion to the time required at source and destination nodes, every packet must be
routed at each intermediate node.
Another disadvantage of packet switching is that the storage requirements
at the switches can become extensive if packets can become large and many
packets must be buffered at a node. This can happen when networks are large
and switches have a significant radix (number of ports).
The base latency of a packet-switched message can be computed as follows:
tpacket = D
(





The actual result may vary depending on the actual architecture of switches,
but the important point to note is that the latency is directly proportional to
the distance between the source and destination nodes.
2.1.2.3. Virtual cut-through switching
Packet switching is based on the assumption that a packet must be received
in its entirety before any routing decision can be made and the packet forwarded
to the destination. This is not generally true and, rather than waiting for the
entire packet to be received, the packet header can be examined as soon as it is
received. The switch can start forwarding the header and following data bytes
as soon as routing decisions have been made and the output buffer is free. In
fact, the packet does not even have to be buffered at the output and can cut
through to the input of the next switch before the complete packet has been
received at the current switch. This switching technique is referred to as virtual
cut-through switching. In the absence of blocking, the latency experienced by
the header at each node is the routing latency and propagation delay through
the switch and along the physical channels. The packet is effectively pipelined
through successive switches. If the header is blocked on a busy output channel,
the complete packet is buffered at the node. Thus, at high network loads, virtual
cut-through switching behaves like packet switching.
The base latency of a packet that successfully cuts through each intermediate
switch can be computed as follows:
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Cut-through routing is assumed to occur at the flit level with the routing
information contained in the first flit. This model assumes that there is no time
penalty for cutting through a switch if the output buffer and output channel
are free. Depending on the speed of operation of the switches, this may not be
realistic. Note that only the header experiences routing delay, as well as the
switching delay and wire delay at each switch. This is because the transmission
is pipelined and the switch is buffered at the input and output. Once the header
flit reaches the destination, the cycle time of this packet pipeline is determined
by the maximum of the switch delay and wire delay between switches.
Note that the unit of flow control is a packet. Therefore, even though the
packet may cut through the switch, sufficient buffer space must be allocated for
a complete packet in case the header is blocked.
2.1.2.4. Wormhole switching
The need to buffer complete packets within a switch can make it difficult to
construct small, compact, and fast switches. In wormhole switching, message
packets are also pipelined through the network. However, the buffer require-
ments within the switches are substantially reduced over the requirements for
virtual cut-through switching. A message packet is broken up into flits. The flit
is the unit of flow control, and input and output buffers at a switch are typically
large enough to store a few flits.
The packet is pipelined through the network at the flit level and is typically
too large to be completely buffered within a switch. Thus, at any instant in time
a blocked packet occupies buffers in several switches.
The primary difference between wormhole switching and virtual cut-through
switching is that, in the former, the unit of flow control is a single flit and, as a
consequence, small buffers can be used. Just a few flits need to be buffered at a
switch.
In the absence of blocking, the message packet is pipelined through the net-
work. However, the blocking characteristics are very different from that of virtual
cut-through. If the required output channel is busy, the packet is blocked “in
place”. The small buffer sizes at each node (smaller than packet size) cause the
packet to occupy buffers in multiple switches, similarly blocking other packets.
In effect, dependencies between buffers span multiple switches. This property
complicates the issue of deadlock freedom. However, the small buffer require-
ments and packet pipelining enable the construction of switches that are small,
compact, and fast.
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Note that routing information is associated only with the header phits (flits)
and not with the data flits. As a result, each incoming data flit of a packet
is simply forwarded along the same output channel as the preceding data flit.
This means that the transmission of distinct packets cannot be interleaved or
multiplexed over a physical channel. The packet must cross the channel in its
entirety before the channel can be used by another packet. This is why deadlock
is easier when using wormhole switching.
The base latency of a wormhole-switched packet can be computed as follows:





Note that in the absence of contention, virtual cut-through and wormhole
switching have the same latency.
2.1.3. Flow control in buffered switching fabrics
When using packet switching, it may happen that instantaneous rate de-
manded of a link is higher than its capacity. Buffers are provided to attenuate
this problem, but if demand persists, buffers may be overflowed. A flow con-
trol mechanism is needed to manage this situation, even if the solution provided
consists only in dropping excess of packets.
2.1.3.1. Lossy versus lossless flow control
Flow control mechanisms can be classified by whether or not the receiving
node is allowed to drop packets [Dally and Towles 03]. The characteristics of
lossy flow control are:
Packets are dropped when there is not enough space to store them in a
buffer.
The information that is lost must be retransmitted by sources. A source
knows that a packet was dropped either because it receives an NACK or
because a configured amount of time passes without receiving an ACK.
Lossy flow control is very simple to implement. Moreover, deadlock situa-
tions cannot happen and congestion never propagates backwards.
However, since packets may be dropped, some bandwidth is wasted. This
leads to the concept of goodput, which is the fraction from network through-
put that is actually useful.
Another problem of lossy networks is that, due to packet drops and retrans-
missions, delay of packets may get intolerably high for some applications.
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The other type of techniques are lossless. In this case, the receiver sends
some feedback to the sending node. Sometimes, these are called backpreassure
techniques.
Since packets are never dropped, no retransmission are needed and band-
width is not wasted. However, there is some control overhead, which is the
bandwidth consumed by flow control messages. However, this is usually
negligible.
Lossless flow control introduces new challenges, like head-of-line blocking
and congestion. We will talk about these later.
The hardware is more complex since the switches must implement the flow
control logic.
Packets may be delayed or blocked when they may overflow a buffer in
the next hop. The designers must be careful to avoid deadlock situations,
where there is a cycle of dependencies between packets and no-one can
advance.
In high-performance networks, lossless flow control is generally preferred.
The reason is that retransmissions and the delays they involve are not tolerable
by the applications which use the network.
2.1.3.2. Stop and Go
In stop and go, the receiver buffer, of size B, has two marks, kSTOP and
kGO, such as 0 < kGO < kSTOP < B, as can be seen in Figure 2.1. The state of
the buffer is characterized by the amount of information contained, f . Initially,
f = 0 and it may grow as packets are stored in the buffer. Likewise, f decreases
as packets are forwarded to the next stage and, thus, are removed from the
buffer.
The objective of the flow control mechanism is to avoid that f > B happens.
In order to achieve this, two control symbols are used. The buffer generates a
STOP control symbol when f increases to kSTOP , and generates a GO control
symbol when f decreases to kGO. The kSTOP and kGO parts of the buffer
provide the slack necessary for the delay between sender and receiver. The
margin between both marks provides hysteresis, i.e. a working area where no
signals are generated.
The parameter kSTOP is the slack available for stopping the flow on the
channel when the data sink becomes blocked, or when the data sink is operating
at a lower bandwidth than the channel. In the worst case in which the data
sink becomes blocked, kSTOP must be large enough to stop the sender before
the buffer overflows. The amount of information in transit on the round-trip
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Figure 2.1: Elements of stop and go flow control.
path depends on link bandwidth and length. kSTOP must be at least this value
plus additional buffer positions required due to the latency in generating and
interpreting the STOP control symbol.
Similarly, kGO is the slack available for maintaining the flow into the data
sink after f decreases to kGO, and the GO control symbol is sent. Unlike the
kSTOP part of the buffer, which prevents data loss, the kGO part of the buffer
is required only for performance reasons. The value of kGO must be larger than
a round-trip time worth of data, plus the latency in generating and interpreting
the GO control symbol. In this way, the sink will constantly have packets to be
transmitted if the sender keeps generating them.
The hysteresis parameter, kSTOP − kGO, is important only for reducing the
number of STOP and GO symbols that must be sent on the opposite-going
channel in cases in which the data sink takes packet data in short bursts. Un-
der the most adversarial conditions, two control symbols are generated every
kSTOP − kGO bytes of data transmitted.
The main advantage of stop and go flow control is its simplicity to be im-
plemented. The receiving buffer must take into account just two thresholds and
send the STOP and GO control tokens, usually by means of special control mes-
sages. On the other hand, the sending device also needs simple logic to handle
the flow control protocol.
The biggest drawback of stop and go is that the optimum value of kSTOP
and kGO is difficult to calculate. It depends on link bandwidth, link length, and
delay to produce and decode the control messages. For this reason, a compromise
value is often used, with enough slack for the worst case.
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Another disadvantage of stop and go is that the minimum buffer size to
produce optimum performance is 4 RTTs1 worth of data: the minimum value
for kSTOP plus the minimum for kGO. Moreover, since conservative values are
usually taken for both parameters, the buffers must be even larger to work
properly. In the next section we will see a different technique that can work
efficiently with smaller buffers.
2.1.3.3. Credit-Based Flow Control
In credit-based based flow control, the receiver buffer is divided in a set of
slots. In the most simple implementations, each slot is equivalent to a packet.
However, when variable packet size is used, the slot represents a fixed amount
of information, for instance 64 bytes. This is known as the flow control unit or
flit.
Figure 2.2: Elements of credit-based flow control.
When the system is initialized, the receiver informs the sender about the
number of flits in its buffer. The sender stores this value in a register, the
credit counter. The operation of the system is as follows: every time the sender
transmits a packet through the link, it decrements the credit counter with the
number of flits of the packet. If a packet is larger than the amount of flits
available in the credit counter, it is not transmitted. In this way, the receiver’s
buffer cannot be overflowed.
When the receiver is able to transmit messages to the next stage and, there-
fore, slots become available in the buffer, corresponding credits are sent up-
stream. In this way, the credit counter of the sender is incremented and more
packets are allowed into the link. The elements of the systems are illustrated in
Figure 2.2.
1 RTT: round-trip time. In this case, the time taken by the shortest message to go from
the sender to the receiver, plus the time taken by the flow control feedback to return
from the receiver to the sender.
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The optimum buffer size at the receiver is RTT × R, where R is the peak
rate of the link. Assuming than sender has always packets available and that
the receiver generates credits at R rate, the minimum necessary credits are those
for in flight data over the link, which are RTT × R. However, this assumes a
very fine grain of flits. In practice, minimum buffer size is RTT × R + 1 flit.
Moreover, if we are using packet switching or virtual cut-through switching and
credits are only generated when a packet is fully transmitted, then minimum
buffer size is:
BMIN = MTU ×
⌈
RTT × R + MTU
MTU
⌉
where MTU is the maximum transfer unit. Note that this usually translates into
just 2 MTUs which is a noticeably improvement over stop and go flow control
buffer requirements.
Taking into account the previous information, the main advantage of credit-
based flow control is that buffer management is much more efficient than in stop
and go flow control. For this reason, this is a widely adopted technique in recent
high-performance networks [Inf 00,Adv 05].
The main drawback of credit-based flow control is the complexity of its im-
plementation. Although this technique is not as complex as being unaffordable
in high-performance implementations, when compared with stop and go or with
packet dropping, credit-based flow control is more complex.
2.1.3.4. Congestion and traffic shaping
Network performance heavily depends on input load. Not only the amount
of information to transfer, but also the distribution of packet destinations and
the distribution of packet arrivals in time. In this sense, when many packets
have to be transferred from the same origin towards the same destination in a
short period of time, we talk about bursty traffic.
Bursty traffic may dramatically degrade network performance. The reason is
that the destination is not able to cope with all the incoming traffic and buffers
get full of packets that cannot make further progress. This prevents other packets
that are addressed towards destinations with available bandwidth to advance,
since they share buffers with congested packets.
In order to cope with this problem, there has been several proposals:
Proactive techniques. These techniques completely avoid congestion but
only allowing traffic into the network when it is sure that it will not cause
any congestion. To implement this, there is some kind of connection ad-
mission control that allows or not new connections.
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Reactive techniques. In this case, all traffic is allowed into the network.
However, when congestion is detected, some special measures are taken
towards reducing its effects. These techniques usually do not scale very
well.
Traffic shaping. This is similar to proactive techniques, but in a relaxed
way. The idea is to prevent certain packet patters to be injected into the
network. The classical example is token buckets, which limits both the
maximum burst length and injection rate of a flow of packets.
Other techniques concentrate in preventing the situation where congested
packets can utilize the totality of buffers. Congestion is not eliminated,
but its effects are greatly diminished.
In summary, the use of flow control introduces the problem of congestion,
which does not happen in lossy networks. Most interconnection networks propose
to use one or more of the previous congestion management techniques.
2.1.4. Technology of high-performance networks
In this section we will discuss how are the different elements of a high-
performance network implemented with current technology. Nowadays, high-
performance networks have three key elements: network interfaces, switches, and
links. We will start briefly reviewing the main components of a high-performance
switch. In the case of network interfaces at end-nodes, the components are sim-
ilar to that of the switches.
In Figure 2.3 we show a generic high-speed switch, aimed for a single-chip
implementation. Its main components are:
Link controller (LC). Flow control across the physical channel between
adjacent network elements is implemented by this unit. The link controllers
on either side of a channel coordinate the transfer of flow control units.
Sufficient buffering must be provided on the receiving side to account for
delays in propagation of data and flow control signals. When a flow control
event signaling a full buffer is transmitted to the sending controller, there
must still be sufficient buffering at the receiver to store all of the phits in
transit, as well as all of the phits that will be injected during the time it
takes for the flow control signal to propagate back to the sender. If virtual
channels are present, the controller is also responsible for decoding the
destination channel of the received phit.
Buffers. These are FIFO buffers for storing messages in transit. In the
figure, a buffer is associated with both the input physical channels and
output physical channels. The buffer size must be a multiple of flow control
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Figure 2.3: Generic switch architecture.
unit size, otherwise some space would be wasted. In alternative designs,
buffers may be associated only with inputs (input buffering) or outputs
(output buffering).
Routing unit. This logic implements the routing function. For adaptive
routing protocols, the message headers are processed to compute the set of
candidate output channels and generate requests for these channels. For
oblivious routing protocols, routing is a very simple operation.
Crossbar scheduler. This unit configures the crossbar every scheduling
cycle, selecting the output link for incoming messages. Output channel
status is combined with input channel requests. Conflicts for the same
output must be arbitrated (in logarithmic time). If the requested buffer(s)
is (are) busy, the incoming message remains in the input buffer until a
requested output becomes free. Fast scheduling algorithms are crucial to
maintain a low flow control latency through the switch.
Crossbar. This component is responsible for connecting switch input buffers
to switch output buffers in high-speed switches. In the past, other alter-
natives were used, like buses, but nowadays, crossbars are very popular.
These basic blocks are found in most high-performance switch designs. How-
ever, the organization of the switch may vary, as we will see in the next section.
Now, we will review the technological facts related with these components.
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2.1.4.1. Links
We have seen that modern high-performance networks use point-to-point
links to transfer information. These links are either optical fibers, or metallic
(usually copper) cables. We will review the two types of links, parallel, which
was common in the past and now is used in short distances; and serial, which is
the most usual kind of link nowadays.
Parallel transmission links use multiple conductors to carry an entire word
–rather than a single bit– in each unit of time. In addition to the n data lines,
a clock signal must be sent in parallel. Moreover, in order to delineate packet
boundaries, framing information is also needed. This can be encoded in the data
lines if all 2n combinations of the n bits are not used for data. Otherwise, when
all bit combinations are acceptable values inside the network traffic, or when
convenience or robustness dictates it, out-of-band signaling is used and one or
more separate framing wires are included with the link.
In modern high-performance switching systems, parallel links are used ex-
tensively inside ASIC chips, and in few cases between nearby chips, usually on
the same printed circuit board. The primary limitation of high-speed parallel
links is timing skew among the n cables making up the link. As clock frequency
increases synchronization among the bits of a word is lost, and the link becomes
unusable.
Serial transmission links carry all of their information through a single line.
The main reason is to avoid the inevitable timing skew when clock frequency
is very high. Since there is no clock signal alongside with data, the receiver is
forced to extract the clock from the single serial signal received over the single
line.
A serial line receiver has three functions: clock recovery, serial-to-parallel
conversion, and framing recovery. Let us review them briefly:
Clock Recovery. This is achieved by using a local oscillator whose frequency
is approximately equal to the known signaling rate. The objective is to
keep adjusting the oscillator so as to match the incoming singal clock.
For clock recovery to be successful, the incoming serial signal must change
between 0 and 1 at least once every given number of clock periods (bit
intervals). In other words, the maximum length of trains of consecutive
1’s or 0’s must be bounded.
In order to cope with that, proper line coding schemes are used, which
introduce a certain proportion of redundancy or overhead information to
ensure that signal transitions will occur often enough. A popular line code,
used in Fibre Channel and Gigabit Ethernet, is the 8B/10B encoding,
which encodes each 8-bit byte using a 10-bit codeword [ANSI 93, Seifert
98].
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Framing recovery. This problem consists in how to discover the boundaries
of bytes and packets in a long series of bits, in the lack of additional
information. If these boundaries are found once, then, in theory, the system
would be able to maintain such synchronization forever: byte boundaries
are found by counting bits (eight-by-eight); cell or frame boundaries are
found by counting bytes (modulo the fixed, known cell or frame size);
and for variable-size packets, their boundaries are found by looking at the
packet size field in the header of each packet to determine where this packet
ends, hence where the next packet begins, thus where that next packet’s
header and size field are, etc.
However, a practical system must operate robustly in the presence of noise
and bit errors, hence in the presence of occasional losses of bit and/or
frame synchronization. Thus, the line coding scheme must be properly
designed in order to enable the receiver to recover frame synchronization
after occasional loss of it.
This can be achieved by using special synchronization control characters
regularly. For instance, taking the 8B/10B encoding, there are 1024 pos-
sible characters. Out of them, 256 codewords are selected to represent the
256 different data byte values. However, after eliminating the illegal values,
which contain too few 0-1 or 1-0 transitions, i.e. which contain sequences
of 1’s or 0’s that are too long, there are still enough valid characters that
can be used as control characters.
A codeword is chosen, usually called SYNC, that is appropriate as a syn-
chronization control character; SYNC characters are to be transmitted
periodically in order for the receiver to use them when it needs to recover
byte and frame synchronization. When synchronization is lost (as detected
by too high of an error rate), the receiver examines all groups of 10 bits,
starting at every arbitrary bit position, looking for a SYNC character;
when found, the SYNC character indicates byte boundaries, and it may
also indicate cell or frame or packet boundaries.
Serial-to-parallel conversion. The received data must be converted to par-
allel form and decoded from the line code to plain, unencoded values.
Serial to parallel conversion is usually done in order to reduce clock fre-
quency, because serial link transmission rate is usually quite higher than
ASIC clock frequencies. Moreover, the usual form of on-chip processing is
parallel rather than serial datapaths.
We have briefly reviewed the technology that allows data to go from one
device to another. Now, we will look into the components found inside switches
and network interfaces.
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2.1.4.2. Buffers
Buffers are an important component of network devices, specially when
packet switching is implemented. The amount of information to be stored is
too large to use normal registers and, therefore, RAM must be used.
The RAM used to implement the buffers can be inside or outside the chip
containing the switch. The main advantage of external RAM is that it opens
up the possibility of using very large buffers. However, the delay introduced by
such external chips is an overhead that is regarded as intolerable for high-speed
interconnects.
On chip SRAM is the most popular alternative since it can provide a very
high bandwidth. This is achieved by using wide datapaths and accessing several
SRAM modules in parallel.
The characteristics of SRAM modules in terms of area, power consumption,
and clock frequency depend on the actual integration technology and on the
manufacturer design of the SRAM blocks. For a typical single-chip switch, total
memory devoted to buffers is usually in the order of hundreds of kilobytes.
Implementing a single FIFO queue in a RAM is a simple task. The idea is to
build a circular array, where two pointers are used: one for reading at the queue
head and another for writing at the queue tail.
If several queues are to be implemented over the same RAM, it can be stati-
cally partitioned. In this case, we would have parts of the RAM devoted exclu-
sively to one queue. Each partition would implement a circular array. In this
way, we would need two pointers for each queue.
On the other hand, it is usually desirable to have multiple queues that can
grow dynamically and take advantage from all the RAM implemented. In order
to build a structure like this, the RAM is divided in blocks of fixed size. These
blocks store data and a pointer to another block. Therefore, several linked lists
can be built. In addition to regular queues, there is a list that links all the empty
blocks.
The operation of this system would require the management of all the dy-
namic lists. When a packet arrives at the system, one or more blocks from the
empty list must be allocated to the corresponding queue, in order to store the
packet. Likewise, when a packet leaves the RAM, the blocks that are freed are
linked to the empty list.
The operation of these dynamic lists is more complex than just storing words
in a circular array. Moreover, since the memory has to be splitted in fixed size
blocks, some space may be wasted if incoming packets are not in block size
increments. Besides, the pointers to link blocks also take additional space in the
RAM. Note that larger blocks reduce the overhead of pointers, but also increase
the space that can be wasted when packets are not using all the space they have
assigned.
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Despite their disadvantages, dynamic queues are necessary to build the data
structures required by many switch designs. Moreover, they are much more
advantageous for high-speed switches than external RAM.
2.1.4.3. Crossbars
The main task of a switch is to forward information from the input ports to
the appropriate output port. The alternatives to achieve this task include shared
medium (buses), central memory, time division switching over a fast link, and
crossbars.
A crossbar is a device that has N inputs and M outputs, which allows up to
min(N,M) one-to-one interconnections without contention. Usually, N equals
M in switches. The cost of the crossbar is O(N ×M) and, therefore, it is usually
only feasible for values like 8 × 8, 16 × 16, or 32 × 32.
When crossbars are used for switching, the problem consists in matching the
requests from input ports with requested output ports in the most efficient way.
This task corresponds to the crossbar scheduler.
Packets may be transferred across the crossbar in variable or fixed-length
units. When using fixed-length cells, the crossbar is configured in fixed-length
increments, or time-slots. At the end of each time slot, the scheduler exam-
ines the packets waiting to be transferred across the crossbar switch and selects
the configuration that will connect the appropriate inputs and outputs. This
scheduling decision can be made in a way that is fair among connections, never
starves input or output, and maintains highly efficient use of the crossbar switch.
Efficiency is important, because the crossbar is a central resource shared among
all the input ports. Wasting its bandwidth would degrade the performance of
the switch.
If variable-length packets are used, they may finish traversing the crossbar
switch at any time. This is a problem because the scheduler must constantly
track the busy and idle status of the outputs and, as soon as an output becomes
idle, quickly choose the next input allowed to connect to it next. However,
at this moment, most of the switch outputs are probably busy. If the scheduler
immediately connects the input to an idle output, this could lead to an starvation
situation, where some connections are never established because there is always
traffic available to keep current crossbar configuration. On the other hand, the
scheduler can make the input wait, but this would waste bandwidth. This is
why switches that handle variable-length packets have lower throughput, and
are able to use only about half the system’s aggregate bandwidth [Iliadis 92].
Although the scheduler may operate on fixed-size units, the scheduler must
also consider the switching technique implemented in the network. For instance,
when using virtual cut-through or wormhole, once the scheduler selects the first
portion of a packet to cross the crossbar, the rest of the parts of the packet must
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follow immediately. Otherwise, the output link would not be able to forward the
first flits if it is not sure that the other flits will be ready when needed.
In recent years, there has been a significant amount of research work on
scheduling algorithms for crossbar switches that use input queuing. The desire-
able properties of a good scheduler are [McKeown 99]:
High throughput. Ideally, the algorithm will sustain an offered load up to
100 percent on each input and output.
Starvation free. The algorithm should not allow any input queue to be
unserved indefinitely.
Fairness. When there is a bottleneck at one of the output ports, flows
competing for the same bandwidth are entitled to the same amount of
resources.
Fast. The scheduling algorithm must not become the performance bottle-
neck. It should select a crossbar configuration as quickly as possible.
Simple to implement. To be fast in practice, the algorithm must be imple-
mented inside the switch chip.
Since the design of efficient crossbar schedulers for input-queued switches is
a complex task, there is a trend on providing internal speed-up to the crossbars.
That means that the crossbar point-to-point connections are faster than the
links connected to the switch. Typical values for this speed-up are 1.5 or 2.0,
meaning that the crossbar is 50% to 100% faster than the links. In this way, the
crossbar, despite scheduler inefficiencies, is not the bottleneck of the system.
When there is speed-up in the crossbar, buffers at the outputs of the switch
are mandatory. The reason is that, since the crossbar is faster than the output
links, some memory is needed to store the excess of information transferred
each scheduling cycle. However, this also implies that some kind of internal
flow control is needed to avoid overflowing the output buffers, leading to more
complex architectures.
Another design decision to take when implementing crossbars is if they will
be multiplexed or not. When there are several virtual channels implemented,
we can choose whether to provide separate crossbar ports for each VC or not.
This is another way of providing crossbar speed-up, but it may be difficult to
implement if there are many virtual channels.
2.1.5. Switch organization
In order to do its switching function, the most efficient switches implement a
crossbar. However, we also saw that the switches also have to implement some
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buffer space when using packet switching or any of its variants. In this case,
there are several options regarding where to put the buffers.
Each switch organization has its advantages, but also some are easier to
implement than others. We will see in the following the most usual switch
organizations.
2.1.5.1. Central buffer
In central buffer organization, there is only one central buffer in the switch,
which is accessed by all input and output ports. In this case, if L is channel rate
and N is the number of ports of the switch, the access rate to the central buffer
is (N + N) × L.
In order to achieve such a large bandwidth, the memory wide must be very
large. For instance, if the switch must support 4 links of 8 Gigabit/s bandwidth,
the aggregated bandwidth is 32 Gigabit/s. If memory access frequency is 500




As link speed and number of ports grow, so does the memory word wide. In
order to implement this, the total available memory must be organized in many
separate memory blocks.
Although it seems that there is no crossbar in this architecture, in fact there
is one. In order to connect all the input and output ports with the memory
modules, a crossbar organization is needed.
This switch organization is very advantageous for buffer utilization, since all
the traffic flows can take advantage of the shared buffer. Moreover, all the output
ports have access to packets, without the problems of input-buffered switches.
However, the requirements of memory bandwidth make this switch organiza-
tion poorly scalable. The memory may grow so wide that packets do not extend
across all memory banks. Moreover, even if packets are larger than access word,
it is likely that they do not come in word increments and that a lot of bandwidth
is wasted with these odd ends.
Finally, flow control is more complex in this architecture, since any flow can
use any portion of the buffer. We can fix this by partitioning the buffer in space
dedicated to each input channel, but, by doing so, we would lose some of the
advantages of the central buffer switch architecture.
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2.1.5.2. Output queuing
The output buffer organization consists in a separate buffer for each output
port. In this way, incoming packets are stored immediately in their correspond-
ing output port.
In order to achieve this, upon packet reception, they are decoded and the
output port is calculated. Afterwards, packets are immediately sent through a
crossbar to the output port, where they are stored in a buffer.
The aggregate bandwith of each output port buffer is (N +1)×L. Moreover,
the crossbar must work at rate of N ×L, since, in the worst case, all input ports
may require to inject packets for the same output port.
The flow control in output queuing is complex. The reason is that the buffer
space at any output port is shared by all input channels. We can solve this by
partitioning the buffers in space reserved for each input, but this is disadvanta-
geous since we lose flexibility in buffer assignment.
The buffers and crossbar required rate make this architecture poorly scalable.
For this reason it is not usually proposed for high-speed switches.
2.1.5.3. Input queuing
In input queuing switch organization, there is a buffer at each input port.
When packets are received, they are stored in the input port where they arrive.
Independently, the crossbar is scheduled matching packets ready at input buffers
with free output channels. When a packet is chosen for transmission, it passes
through the crossbar and is immediately forwarded through the output link. In
this way, there are no buffers at the output ports.
The rate requirements of input buffers are just (1+1)×L, which makes this
architecture an excellent choice for scalable switches.
However, input queuing has an important disadvantage that did not have the
previous switch architectures: the head-of-line (HOL) blocking [Karol et al. 87].
It happens when a packet at the head of a queue blocks, because it is requesting
an output port which is currently busy with another packet. This packet may
prevent other packets in the same queue from advancing, even if they request
available output links. According to synthetic traffic studies [Hluchyj and Karol
88], the maximum throughput of input-queued switches is below 60%.
There are two commonly accepted solutions for this problem. The first one
is called virtual output queues (VOQ) [Dally et al. 98], although it is also
known as advanced input queuing. This solution consists in organizing the input
buffers in such a way that there are as many queues as output ports. These
are dynamical queues and do not require additional bandwidth in buffers. Since
packets requesting different output ports are stored in different queues, the HOL
blocking is completely eliminated.
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The second solution for performance issues in input-queued switches consists
in providing some speed-up for the switch. This solution is discussed in the next
section.
2.1.5.4. Combined input and output queuing
When an input-buffered switch has a crossbar that operates faster than the
link rate, the output ports need to implement some buffer to store the additional
packets. In this architecture, the memory access rate needed, both at input and
output buffers, is (S + 1) × L, where L is the external line rate and S is the
speed-up factor (1 means no speed-up).
This architecture can also implement the VOQs at the input ports and pro-
vide even better performance. In this way, an scalable solution exists for high-
speed switches.
The combined input and output queuing switch architecture is a widely ac-
cepted solution in high-performance switches. For this reason, we will assume
in the rest of this thesis that this is the architecture implemented in our switch
models.
2.1.5.5. Combined input-crosspoint queuing
The type of crossbar most commonly implemented in switches is bufferless,
i.e. buffers are either at the inputs, the outputs, at both places, or at a central
location. However, there is an old design that is recently getting much attention
where there are small buffers at each crosspoint. This “buffered crossbar” or
combined input-crosspoint queuing (CICQ) architecture has significant advan-
tages over the previous, traditional bufferless configuration:
The scheduling task is dramatically simplified; there are no scheduler in-
efficiencies to be compensated by speedup.
The crossbar can operate directly on variable-size packets, hence there is
no need for segmentation and reassembly circuits; the need for mutually
synchronized line cards (at the cell-time level) is also eliminated.
Internal speedup is not needed, because there is no packet segmentation
and no scheduler inefficiencies; hence, the external line rate can be as high
as the crossbar line rate.
The egress path of the switch needs no buffer memory –at least no large,
off-chip memory– because packet reassembly is not needed, and because,
in the lack of internal speedup, there is no output queue build up; this
eliminates a major cost component.
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The rate of crosspoint buffers is (1 + 1) × L, but the switch needs N × N
such small buffers. This has two drawbacks: the first is that buffer is very
fractionated and, therefore, at a certain point most of the buffers will be likely
empty, while space would be necessary at others. The second disadvantage is
that this architecture scales poorly when compared with the bufferless crossbar
architectures. However, this problem will be attenuated as CMOS technology
improves.
2.1.6. Input-queued switch scheduling
In input queued switches, the problem of matching input requests with avail-
able output ports is a complex task. When we discussed the crossbars, we hinted
that a scheduler is responsible of planning the crossbar configuration. We also
suggested that the most efficient schedulers work on fixed data amounts or cells.
In this section we discuss the most popular algorithms for input-queued
switch scheduling. We also assume the use of VOQ, since this is the case in
most of the recent switch designs.
In a switch with N ports, each input has N FIFO virtual output queues, one
for each output. When a cell with destination output j arrives at input i, the
switch stores it in the VOQ, denoted Qij .
We can model the scheduling problem as a matching problem in a bipartite
graph with N input nodes and N output nodes. The edge between input i and
output j is present if Qij is nonempty; we give it weight wij , which equals the
length of Qij . Given the transfer constraints in the crossbar, i.e. at most one
input connects to one output, a matching for this bipartite graph is a valid
schedule.
The maximum-weight matching (MWM) algorithm delivers a throughput of
up to 100 percent [McKeown et al. 96,Dai and Prabhakar 00] and provides low
delays by keeping queue sizes small. However, it is too complex to implement
because it requires O(N3) iterations in the worst case. Therefore, an efficient
design of the overall system (scheduler and switching fabric) requires the best
possible compromise between ease of implementation and goodness of through-
put and delay performance. Moreover, it has been shown that maximal matching
is not always desirable, since it may lead to unfairness under admissible traffic
and to starvation under inadmissible traffic [McKeown 95].
In the following, we introduce the most common alternatives for this task.
2.1.6.1. Parallel Iterative Matching
Parallel iterative matching (PIM) [Anderson et al. 92] is a three phase
scheduling algorithm. Each of these phases operates independently at each of
the output ports:
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1. Request. Each unmatched input sends a request to every output for which
it has a queued cell.
2. Grant. If an unmatched output receives any requests, it chooses one ran-
domly to grant. The granted input is notified.
3. Accept. If the input receives at least one grant, it chooses one by randomly
selecting one of them, thus completing the connection.
The above three steps can be iterated until a maximal matching is found.
Since the algorithm does not require coordination among the output ports, it
is fast. Other advantages of PIM are that it converges in O(log(N)) iterations,
and it does not suffer from starvation problem.
Its main drawback is that making a random selection among the members
of a time-varying set is difficult and expensive to implement in hardware.
2.1.6.2. iSLIP
The iSLIP algorithm [McKeown 95,McKeown 99] is an improvement of PIM.
It replaces the random selection of candidates and grants in PIM by a round-
robin selection. The round-robin pointers are updated not after every grant,
but only if that grant is accepted by the input in the next step (step 3) of the
algorithm. This is the most important contribution of iSLIP, since updating the
pointers with every grant leads to a very poor performance [McKeown 95].
The main advantage of iSLIP is the simplicity of its hardware implementation
resulting from deterministic round-robin arbiters and a simple request-grant-
accept algorithm. Simulations in [McKeown 95] show that iSLIP converges in
less than about log2(N) iterations. iSLIP outperforms PIM in simplicity, speed,
throughput, and average latency.
2.2. Quality of Service
The importance of network QoS is widely accepted by both the research com-
munity and the manufacturers. However, the problem is that existing networks
are not so well prepared for the new demands. Implementing QoS is still a very
active research topic, with multiple possible solutions competing against each
other. Depending on the network architecture, different techniques have to be
taken into consideration. Many research efforts are today performed around the
main aspects related to QoS in different environments.
As mentioned earlier, the increasing use of the Internet and the appearance of
new applications have been the dominant contributions to the need of QoS. For
this reason, it is not surprising that most of the studies are focused on delivering
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QoS on the Internet [Ferguson and Huston 98, Xiao and Ni 99]. Many of the
services available through the Internet are provided by applications running on
clusters. Therefore, the researchers are also proposing mechanisms for providing
QoS on these platforms, as we will show later.
More recently, with the advent of different types of wireless technologies,
wireless devices are becoming increasingly popular for providing the users with
Internet access. It is possible to transmit data with them but also voice, or
executing multimedia applications for which QoS support is essential. The QoS
mechanisms proposed for wired networks are not directly applicable to wireless
networks, and therefore, specific approaches have been proposed [Chalmers and
Sloman 99,Bull et al. 99].
Therefore, QoS is a very interesting topic in network design, in all of its
specific contexts. Our proposal is focused in cluster interconnects and, thus, we
focus on the work which has more relationship with the proposal in this thesis.
During the last decade several cluster switch designs with QoS support have
been proposed. Next, we review some of the most important proposals.
2.2.1. Traffic requirements of applications
Multimedia applications have grown as important drivers for the need of
high-performance networks. This kind of applications can take advantage of the
new capabilities of interconnection networks. However, these new applications
have additional requirements which are different to the requirements of tradi-
tional applications. Multimedia applications integrate several media, like video,
audio, static images, graphics, text, etc. This multimedia traffic introduces new
requirements the network must satisfy.
The QoS requirements of present applications can be grouped in four indices.
These parameters were not taken into account in the design of most best-effort
networks [Giroux and Ganti 99,Black 00], because they were not as important
in the past as nowadays. Let us see which are these four commonly considered
indices:
Bandwidth. The provision of bandwidth to an application means that the
network has enough capacity to support application throughput require-
ments. This means that the network is able to transfer all the information
generated by the application without introducing meaningful congestion
in the source. This requirement is fundamental for almost any multimedia
application to work properly.
Latency. The latency or delay represents the amount of time taken by a
user message to reach its destination. There are applications, like voice
or video transmission, which have very restrictive latency requirements,
since messages that do not arrive in time are discarded as useless. There-
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fore, messages that are delivered late translate into wasted throughput and
worse QoS for the applications. The limits of 10 and 100 ms for audio and
video, respectively, are commonly accepted (see, for instance, annex G of
IEEE standard 802.1D-2004 [IEEE 04]).
Jitter. The variation of the latency of two consecutive messages received
by an application is called jitter [Elhanany et al. 05]. In multimedia ap-
plications, the receiver expects to receive information in regular intervals.
Messages that arrive too ahead in time must be buffered in the destination
until the application is ready to consume them. Therefore, if too many
messages arrive too early it may happen that the application buffer is
overflowed and some packets are discarded. This can happen, for instance,
when transmitting video frames for a video-on-demand application. The
commonly accepted limits for jitter are the same as for latency, that is, 10
and 100 ms for audio and video, respectively.
Information loss. Another requirement for multimedia applications is the
loss of information. This is important because if some messages are lost,
then it would affect the quality perceived by the user. In traditional ap-
plications, the loss of data is also a serious problem, but in this case it can
be solved with retransmissions. However, the retransmission of data intro-
duces a waste of throughput and additional delays that are usually intoler-
able in interconnection networks. For this reason, most high-performance
networks are lossless.
In order to define which are the actual requirements of a multimedia appli-
cation, in terms of the indices we have presented before, it is usual to study the
quality perceived by the users [Halsall 01]. That means that the bandwidth,
latency, jitter, and data loss requirements are chosen in order to obtain a perfor-
mance in the application level that allows the users to perceive the multimedia
application without degradations.
2.2.2. Traffic classes
In the previous section, we talked about QoS from the point of view of the ap-
plications. These applications need that the network satisfies some QoS indices.
From the network perspective, it is very difficult to consider the requirements
of every possible application. Therefore, a set of traffic classes are defined to
group applications.
The number and characteristics of traffic classes must be diverse enough to
satisfy all the users, but, at the same time, it is interesting from the network
perspective to be as narrow as possible, to reduce complexity.
Once we have settled for a certain group of traffic classes, it is the responsi-
bility of users to choose which one is the most appropriate for their applications.
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Each traffic class is defined by a set of specific QoS requirements. There
are several proposals for classifying traffic. A classical one is the introduced by
ATM [ATM 95], based on five different traffic classes:
CBR (Constant Bit Rate). This traffic class includes the connections that
require fixed bandwidth and low delay. The assigned bandwidth will be
always available during the lifetime of the connection, thus it can be used
to emulate circuit switching. Some applications that can use this traffic
class are telephony, video conference, raw audio and video transmission,
and, in general, communications where bounds are needed on delay and
bandwidth.
rt-VBR (real time-Variable Bit Rate). In this case, this traffic class is
aimed for applications also with delay requirement, but with a variable
injection rate, often in bursts of packets. The two characteristics of this
traffic are average and peak rate. Instead of using peak rate for band-
width reservation, the network can make statistic multiplexing in order to
save some bandwidth. Examples of applications belonging to rt-VBR are
compressed audio and video transmission.
nrt-VBR (non real time-Variable Bit Rate). The applications that also
generate bursty traffic, but do not require a short delay, belong to this
category. For instance, some kinds of video and audio bradcasts can fit in
this category.
ABR (Available Bit Rate). This traffic class was proposed for regular data
traffic, like file transfer or e-mail, which does not require service guaran-
tees. Although there are no guarantees on maximum delay or minimum
bandwidth, it is desireable that switches provide the best performance that
is possible. For this reason, this traffic is also known as best-effort traffic.
UBR (Unespecified Bit Rate). This traffic class was proposed for appli-
cations that use any excess of network capacity, after all the other traffic
classes have been served. In this way, there are no requirements on band-
width or delay and packets can be safely dropped. Applications using this
class can be like ABR applications, but with even less priority.
Other authors have proposed alternatives to this classification. For instance,
in [Kim et al. 98] there are only three of the previous classes, since there is
no distinction between both VBR classes and UBR traffic is not considered.
Another example is [Pelissier 00], which proposes four traffic classes:
DBTS (Dedicated Bandwidth Time Sensitive). This kind of traffic requires a
guaranteed minimum of bandwidth and also a maximum delay. It would
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be similar to ATM’s CBR and rt-VBR traffic classes. Interactive applica-
tions like videoconference and Voice over IP (VoIP) would belong to this
category.
DB (Dedicated Bandwidth). This traffic class demands a minimum bandwidth,
but it is not too sensible to delay. Therefore, it is similar to ATM’s nrt-
VBR.
BE (Best-Effort). This traffic is usually bursty. In this case, there are no strict
requirements of bandwidth or latency. This category is similar to ATM’s
ABR. The majority of traffic generated by conventional applications be-
longs to this category. This includes FTP, e-mail, web browsing, etc.
CH (Challenged). This traffic class receives a degraded performance in order
to avoid that it disturbs BE traffic. In this sense, it is similar to ATM’s
UBR. An example of traffic of this category would be a backup copy, which
would take place in moments when it would not disturb the normal user
operation.
There are many other classifications, but we will see just another one. In
recent IEEE standards, like for instance IEEE standard 802.1D-2004 [IEEE 04],
there are seven traffic classes, briefly described in Table 2.1.
Type SC Description
Control Network control (NC)
Traffic to maintain and support the network
infrastructure characterized by a “must get
there” requirement.
QoS Voice (VO)
Traffic with a limit of 10 ms for latency and
jitter.
QoS Video (VI)
Traffic with a limit of 100 ms for latency and
jitter.
QoS Controlled load (CL)
Traffic subject to some form of admission
control based on bandwidth.
Best-effort Excellent-effort (EE)
The best-effort type services that an infor-
mation services organization would deliver
to its most important customers.
Best-effort Best-effort (BE) LAN traffic as we know it today.
Best-effort Background (BK)
Bulk transfers and other activities that
should not impact the use of the network
by other applications.
Table 2.1: Service classes suggested by the standard IEEE 802.1D-2004.
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2.2.3. QoS models
There are two main perspectives on how to provide QoS to the applications.
The difference is on the strictness of the guarantees. When the network is able
to provide a hard bound on delay and to guarantee a minimum bandwidth, we
talk about hard QoS guarantees. On the other hand, when the network will
differentiate among the traffic classes, but there is no compromise on specific
performance, then we talk about soft QoS guarantees.
The two outstanding examples of both models are integrated services (IntServ)
[Braden et al. 94] for hard QoS, and differentiated services (DiffServ) [Blake et
al. 98,Bernet 98] for soft QoS.
IntServ is an architecture that specifies the elements to guarantee QoS in IP
networks. The idea of IntServ is that every router in the system implements
IntServ, and every application that requires some kind of guarantees has to
make an individual reservation. “Flow Specs” [Partridge 92] describe what the
reservation is for, while RSVP [Braden et al. 97] is the underlying mechanism
to signal it across the network.
The main problems of IntServ QoS architecture are [Xiao and Ni 99]:
The amount of information that each intermediate router has to handle and
store grows proportional to the number of established connections. This
is a very large amount of information, since routers may handle millions
of connections.
The requirements of IntServ routers are very high. All of them must im-
plement the RSVP protocol, a connection admission control, QoS arbiting,
etc.
In order of IntServ to work, all the routers must be able to provide QoS.
In this way, a gradual adoption of IntServ would not be possible.
Therefore, IntServ is an architecture that does not scale well. On the other
hand DiffServ [Blake et al. 98] is a QoS architecture that specifies a simple,
scalable, and coarse-grained mechanism for classifying, managing network traffic
and providing QoS guarantees on modern IP networks.
In DiffServ, IP packets must be labeled with a traffic class tag. This tag,
known as DiffServ Code Point (DSCP), is used at every router to choose where
to store packets, how to schedule, when to drop packets, etc.
The only drawback of DiffServ is that there are no strict guarantees of per-
formance for any traffic class. For many applications, this may be alright, but
there are some applications that require bounds on latency and throughput to
work properly.
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2.2.4. Output link scheduling for QoS
A considerable number of output scheduling algorithms has been proposed
[Jha and Hassan 02,El-Gendy et al. 03]. These algorithms seek to allocate link
bandwidth among the various classes of traffic in a priori or fair manner, and
provide statistical, aggregate or per-flow guarantees on network parameters such
as delay, jitter, and packet loss.
Most scheduling algorithms can be divided into two classes [Zhang 95]: a
work-conserving scheduler is not idle when there is a packet to transmit in any of
its queues and a non-work-conserving scheduler may choose to remain idle even
if there is a packet waiting to be served. The latter may be useful in reducing
burstiness of the traffic or in providing a strict guarantee for a particular class
of traffic.
In the following, we offer a brief review of output link schedulers that are
interesting for the purposes of this thesis. More details will be given in the next
chapters when the algorithms are used.
2.2.4.1. First in first out scheduling
First in first out (FIFO) scheduling provides the simplest scheduling mecha-
nism – packets are served in the order they are received. The delay and packet-
loss properties are directly proportional to the buffer size available at the queue.
However, no guarantees can be provided to individual flows, and moreover, the
FIFO scheduling works best when all flows behave in the same way. Therefore,
FIFO scheduling is not suitable for providing service differentiation and QoS
guarantees [Jha and Hassan 02].
2.2.4.2. Priority scheduling
A static priority scheduler is based on multiple FIFO queues where each
queue is assigned a priority parameter. The queues are served in the order of
their priority. There is also a preemptive version of priority scheduling in which
a packet from a lower-priority queue already in transmission may be delayed
or dropped if a high-priority packet arrives at the interface. However, most
routers deploy non-preemptive scheduling, and a small delay is added to any
high-priority packet awaiting service while a packet is being transmitted over
the outgoing link.
Priority scheduling [Jha and Hassan 02] is able to give predictable perfor-
mance for the case when all flows entering the scheduler (irrespective of the
priority queues) have the same packet size and input rate.
Priority queuing can be implemented easily since it requires maintenance of
only a small number of states per queue.
2.2 Quality of Service 39
In priority scheduling a packet must wait for all other higher-priority packets
to be forwarded. This can cause starvation to lower-priority classes.
2.2.4.3. Generalized processor sharing and variants
To get over the starvation problem in priority scheduling, generalized pro-
cessor sharing (GPS) scheduling assigns a logical queue for each flow, and the
scheduler serves an infinitesimal amount of data from each queue within a given
quantum or finite time interval [Parekh and Gallager 93].
GPS is ideal in achieving fair allocation of bandwidth; however, the scheme is
not implementable due to the infinitesimal data requirement. Instead, variations
such as round robin (RR) [Hahne and Gallager 86] and weighted-round robin
(WRR) [Katevenis et al. 91] schemes are often used as simple implementations
for GPS.
In RR scheduling [Hahne and Gallager 86], each queue outputs a packet
(instead of an infinitesimal amount of data) in a round-robin fashion within
each specified time-frame or cycle. This is a fair scheduling method since even
the high-throughput or bursty flows output only one packet per cycle. However,
this only works if the packet sizes of all flows are equal. As pointed out in [Jha
and Hassan 02], for flows with different packet sizes, the fairness in bandwidth
allocation is no longer provided. Flows with larger packet sizes will consume
more share of bandwidth than flows with smaller packets.
WRR [Katevenis et al. 91] was developed to address this issue. It outputs n
packets instead of a single packet from a queue in each cycle where n is a weight2
of the queue. Therefore, flows with smaller packet sizes can be served more often
and get a fair share. However, WRR is not efficient in handling variable-sized
packets in a single flow since it works best when the mean packet size of a queue
is known a priori.
The deficit round robin (DRR) scheme [Shreedhar and Varghese 96] addresses
this problem by keeping track of queues that are not able to transmit a packet
in the previous round because of a large packet size, and by adding the deficit
(the remainder from the previous quantum) to the quantum of the next round.
2.2.4.4. Weighted fair queueing
A weighted fair queuing (WFQ) scheduler [Demers et al. 90] prevents the
starvation problem for the lower priority queues in priority scheduling while
trying to approximate the GPS scheduling [Keshav 97]. WFQ calculates the
finish time for each packet as if it was served by GPS and then uses this time
stamp to order the service of packets.
2 The weight of a traffic class is its importance relative to the weights of the rest of the
traffic classes.
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Because WFQ allows a fair share of bandwidth among all the queues, it is one
of the most popular scheduling algorithms implemented in commercial routers.
It is suitable for traffic with variable-sized packets such as the Internet. One of
the disadvantages of WFQ is the need to maintain per-flow queuing information
since an appropriate weight for each flow must be generated. Several variations of
WFQ have been proposed in order to reduce the complexity of per-flow queuing,
such as self-clocked fair queuing (SCFQ) [Rexford et al. 96] and start-time fair
queuing (STFQ) [Goyal et al. 96].
2.3. High-Performance Switches with QoS Support
In the last years there have been many proposals of switches with QoS sup-
port for clusters, local area networks (LANs), and interconnection networks.
In this section, we review the main designs of switches, routers, and intercon-
nection standards that include QoS support. All of them incorporate VCs to
provide differentiated service to a number of traffic classes, usually 16. However,
there are examples of designs with very few VCs (Avici TSR, ATLAS I) and
with hundreds of VCs (MMR). We are revising some of them in the following
sections.
2.3.1. Multimedia Router
The Multimedia Router (MMR) [Duato et al. 99] is a router architecture,
specifically oriented towards multimedia traffic in local area networks. The MMR
takes ideas and techniques already employed in switches for conventional traffic
in clusters and LAN/SAN, but it combines them in a novelty way in order to
offer adequate support to the different traffic classes which are present in new
clusters and LANs. These traffic classes are multimedia flows, including constant
bit-rate and variable bit-rate, short control messages and conventional best-effort
traffic.
The key characteristics of MMR are shown in Figure 2.4 and are briefly
commented in the following:
Switch Organization. The internal switch fabric is implemented as a
crossbar. Although some routers use a fully demultiplexed crossbar [Dally
et al. 94], with as many ports as VCs, this organization becomes pro-
hibitive when the number of VCs is large. Therefore, in MMR multiplexed
crossbar is used.
Switching Technique. In order to be able to provide the necessary QoS
to the multimedia flows, a connection oriented scheme must be adopted for
their transmission. In this way, resources are allocated to the flows in the
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Figure 2.4: MultiMedia Router organization.
connection establishment phase, and, when data are effectively transmit-
ted, delays caused by busy resources will be bounded. On the other hand,
conventional best-effort traffic will coexist with multimedia flows. In this
case, cut-through switching techniques are the most suitable ones.
Hence, as there is no single switching technique suitable for both kinds of
traffic, a hybrid approach is implemented, where the most suitable switch-
ing technique is used for each kind of traffic: a connection oriented scheme
for the multimedia flows, and a connectionless scheme for best-effort mes-
sages.
Buffer Organization. MMR buffers are placed at the input ports, be-
cause they are better suited to the current trends in link speed (i.e., no
speed-up is needed with respect to the line rate). Besides, this is the orga-
nization typically used together with the selected switching techniques, and
flow control is easier to perform. In order to avoid HOL-blocking [Karol
et al. 87], per-connection buffering will be provided as a large set of VCs.
This will also help to provide QoS guarantees to multimedia flows.
Because of the use of a multiplexed crossbar, buffers are not required at
the output side. As switch output ports are directly connected to output
links, flits are directly transmitted through the switch and the correspond-
ing output link. However, a few phit buffers must be used to pipeline
information through the switch and the link.
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When a connection is set up, a VC is reserved in every link belonging to
the path between source and destination. In this way, every connection
can be considered independently from each other, and performing per-flow
scheduling is possible. Thus, in order to be able to support a large number
of concurrent connections, needed in a multimedia environment, the buffers
associated to each link must be organized as a large set of VCs.
Summing up, MMR is a hybrid router. It uses pipelined circuit switching
for multimedia traffic and virtual cut-through for best-effort traffic. Pipelined
circuit switching is connection-oriented and, therefore, needs a VC for each con-
nection. This is the main drawback of this proposal, since the number of VCs
that can be implemented is limited by silicon area devoted for buffers and ports.
Consequently, it may happen that the MMR has not enough VCs for all the
potential multimedia connections.
2.3.2. MediaWorm
MediaWorm is a wormhole router/switch architecture proposed by Das and
others [Yum et al. 02]. The main idea is to reuse the extensive work done in
wormhole switching by communications industry and academia, by proposing
the minimum necessary changes to adapt a wormhole switch to QoS traffic.
In their work, the authors propose two modifications over the design of a
standard wormhole switch. Firstly, they assume that VC are divided into two
broad categories, best-effort and real time traffic. Although this is a static
partition, a second version of the switch is able to handle dynamic partitions.
Although MediaWorm does not assume any number of VCs, in their performance
evaluation, the authors propose the use of 16 VCs.
The second proposal they made for wormhole switches consists in replac-
ing the switch’s scheduler. Instead of using a round robin or First-In-First-Out
(FIFO) scheduler, they propose a priority-based algorithm. More specifically,
they modify the connection-oriented algorithm Virtual Clock [Zhang 91] to ob-
tain the Fine Grained Virtual Clock (FGVC). In this way, the switch provides
soft QoS guarantees to traffic flows without the need of explicit connection es-
tablishment. As opposed to original Virtual Clock, the FGVC offers bandwidth
reservation at the message level.
The authors study the capabilities of MediaWorm to support QoS-demanding
traffic while there is also traditional best-effort traffic. In this study, they arrive
to the following conclusions:
The FGVC scheduler can provide a good performance for QoS-demanding
traffic when compared to a traditional scheduling (round robin/FIFO).
The performance of QoS-demanding traffic is not affected by the presence
of best-effort traffic. As VBR QoS traffic load grows, the adverse effects
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are suffered by best-effort traffic. On the other hand, the MediaWorm is
able to provide a packet delivery with reduced jitter for VBR QoS traffic
up to a global link utilization of between 70% and 80%.
Summing up, MediaWorm is a proposal to update the design of conventional
wormhole switches, in such a way that they can better support traffic with QoS
necessities. In [Yum et al. 01], the authors propose an improvement to the initial
design, which consists in a resource preemption mechanism. This mechanism
is used when a high-priority packet arrives at the switch and its output link
is currently being used by a best-effort packet, this last packet interrupts its
transmission and the output link is assigned to the high-priority packet.
2.3.3. Avici Terabit Switch/Router
The Avici Terabit Switch/Router (TSR) was proposed by Dally and others
in 1998 [Dally et al. 98,Dally 99]. Its main innovation was the use of a direct
network with a 3-D torus topology for the interconnection of router’s line cards.
Figure 2.5: Modular architecture of Avici Terabit Switch/Router.
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In an IP router, a line card is the part of the router responsible of managing
one or more input and output links. These line cards are connected with a switch
fabric, which, in this case, is a high-performance direct network.
According to the authors, the main advantages of this router design and
organization are:
Affordable scalability. The 3-D torus can grow up to hundreds of nodes
(560 in first generation TSR) with a lineal cost in the number of nodes and
with a global bandwidth that grows with each new node.
Incremental growth. The network of TSR can be expanded by adding new
line cards one-by-one. Since all the switch fabric is contained in the line
cards (remember that this is a direct network, each line card includes a
switch) the customer only needs to buy as many line-cards as he needs.
Load balancing. The switch fabric with 3-D torus topology of TSR offers a
great amount of independent routes between any two nodes. The routing
algorithm of the TSR distributes packets along all these paths in order to
balance the load in link nodes.
Fault tolerance. The routes diversity also provides the TSR network with
fault tolerance. The network automatically reconfigures around failures
in links or nodes, restricting the number of routes to avoid failing de-
vices. With a minimum of two disjoint routes between any two nodes in
the network, the TSR is able to support a failure in any component and
most combinations of two component failures. All the components can
be hot-plugged and, therefore, the network can be repaired, expanded, or
upgraded without interrupting service.
Non-blocking. The TSR uses VOQ at the network level, which means that
there is a separate VC for every destination in the network. In this way,
two packets that are addressed to two different network outputs are never
stored in the same buffer. Therefore, these packets cannot block each
other. However, these packets do share the same link bandwidth. In order
to assure that there is always available bandwidth, there is a fair arbiting
through the network and there is a previous reservation of bandwidth.
Low and bounded latency for CBR traffic. TSR provides a separate set
of VCs for traffic with guaranteed bandwidth. Since this traffic never
competes with best-effort traffic for buffers or bandwidth, the TSR is able
to transmit CBR traffic up to the guaranteed bandwidth with a bounded
delay of 33 µs, regardless of best-effort traffic.
Despite its advantages, the TSR also has some drawbacks. The use of VOQ
at the network level would require lots of resources and make the architecture
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not very scalable. In order to solve this, the design uses wormhole and only
provides space for a flit of each packet in the buffers. Moreover, since most of
the time most of the VCs are empty, the authors propose to support a reduced
number of queues and just write down which VC each queue corresponds to.
2.3.4. ATLAS I
ATLAS I (ATm multi-LAne backpressure Switch One) [Katevenis et al. 97,
Kornaros et al. 98] is a single-chip gigabit ATM switch with optional credit-based
flow control. It was designed as a general-purpose building block for high-speed
communication in wide, local, and system area networking. It supports a mixture
of services from real-time, guaranteed QoS to best-effort, bursty, and flooding
traffic, in a range of applications from telecom to multimedia and multiprocessor
NOW.
As stated, the switch is implemented in a single chip. This 6-million-transistor
0.35-micron CMOS chip offers: 10 Gbit/s outgoing throughput, sub-microsecond
cut-through latency, 256-cell shared buffer containing multiple logical output
queues, priorities, multicasting, VP/VC translation, advanced flow control ar-
chitecture, and load monitoring.
The main characteristics of ATLAS I are:
The total outgoing throughput is 10 Gigabit/s. It supports flexible config-
urations:
• 16 × 16 configuration, at 622 Mbps/link (per direction), or
• 8 × 8 configuration, at 1.24 Gbps/link, or
• 4 × 4 configuration, at 2.5 Gbps/link, or
• 2 × 2 configuration, at 5.0 Gbps/link, or combinations of the above
(e.g. 12 ports at 622 Mbps and 1 port at 2.5 Gbps, etc.)
Centralized on-chip buffer architecture which supports 256 ATM cells.
Three priority levels (service classes).
Each link supports up to 4096 flow groups, the VP/VC translation table
is on-chip.
Credit-based flow control. Although the ATM Forum opted for rate (lossy)
rather than credit based flow control, the designers saw the opportunity
of using their switch in more environments, rather than just wide area
networks. In this way, the credits-flow control makes the switch suitable
for high-speed interconnects.
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Flow control in ATLAS I works as follows. The central buffer holds space for
256 cells. On the other hand, flow control does not work at the level of individual
flows. Since at a given moment, millions of flows could be using the switch, the
designers opted to bundle the flows up into flow groups. As stated, the switch
supports up to 4096 flow groups identifiers per switch ports. Note that packets
belonging to the same flow group would never be able to take over each other.
On the other hand, in order to futher simplify the switch architecture, only
one cell per traffic flow may be present at the switch buffer. The restriction of at
most one cell per flow group is acceptable in switching fabrics, where round-trip
times are on the order of one cell time, but it may be a severe restriction in local
area networks environments.
Finally, each input channel has devoted a portion of the 256-cell central
buffer. For instance, if the switch will use 16 links, it could be configured 16
cells for each channel. In this way, conditions for a cell to be transmitted into
the switch are i) there is no other cell of the same flow group in the stored in the
switch; and ii) there are less than 16 cells stored in the switch that came from
this link.
ATLAS I implements three levels of priority, each level having its own queues.
The shared buffer maintains 54 logical output queues: 3 times 16 outputs plus
1 management port, and 3 multicast queues. These queues are implemented as
linked lists of cell buffer pointers.
2.3.5. InfiniBand
The InfiniBand Architecture (IBA) specification [Inf 00] describes a system
area network (SAN) for connecting multiple independent processor platforms
(i.e. host processor nodes), I/O platforms and I/O devices. The IBA SAN is a
communication and management infrastructure supporting both I/O and inter-
processor communications for one or more computer systems. The architecture
is independent of the host operating system and processor platform.
After a very serious crisis, IBA is ramping up again but its current use focuses
almost exclusively on clusters for high-performance computing. However, IBA
may expand its market in the future, being implemented in clusters for different
application areas that may require QoS support.
IBA is designed around a switch-based interconnect technology with high-
speed point-to-point links. An IBA network is divided into subnets intercon-
nected by routers, each subnet consisting of one or more switches, processing
nodes and I/O devices. IBA supports any topology defined by the user, in-
cluding irregular ones, in order to provide flexibility and incremental expansion
capability.
IBA links are bidirectional full-duplex point-to-point communication chan-
nels, and may be either copper cable, optical fiber or printed circuit on a back-
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plane. The signaling rate on the links is 2.5 GHz in the 1.0 release, the later
releases possibly being faster. The physical links may be used in parallel to
achieve greater bandwidth. Currently, IBA defines three link bit rates: 2.5
Gbps, 10 Gbps, and 30 Gbps (referred to as 1x, 4x, and 12x, respectively).
IBA’s basic unit of communication is a message. Messages are segmented into
packets for transmission on links and through switches. The packet size is such
that after headers are considered, the Maximum Transfer Unit (MTU) of data
may be 256 bytes, 1KB, 2KB, or 4KB. Each packet, even those for unreliable
datagrams, contains two separate CRCs, one covering data that cannot change,
and another covering data that changes in switches or routers which means that
the packet must be recomputed during the trip.
IBA switches route messages from their source to their destination based
on forwarding tables that are programmed during initialization and network
modification. The forwarding table can be linear, specifying an output port
for each possible destination address up to a switch-specific limit, indexed by
that address; or random, initialized by storing {destination, output port} pairs.
The number of ports of a switch is vendor-specific, but is limited to 256 ports.
Switches can be cascaded to form large networks. Switches may also optionally
support multicast routing.
Routing between different subnets (across routers) is done on the basis of
a Global Identifier (GID) 128 bits long, modeled over IPv6 addresses. On the
other hand, the addressing used by switches is with Local Identifiers (LID) which
allow 48K endnodes on a single subnet, the remaining 16K LID addresses being
reserved for multicast.
IBA management is defined in terms of managers and agents. While man-
agers are active entities, agents are passive entities that respond to messages
from managers. Every subnet must contain a single master subnet manager,
residing on an endnode or a switch that discovers and initializes the network.
The IBA transport mechanisms provide both connection-oriented and data-
gram services, and these services could be reliable (acknowledged) or unreliable.
Although QoS could be provided for any transport mechanisms used, applica-
tions should use reliable connections in order to be able to carry out resource
allocation and provide them with a QoS guarantee.
Basically, IBA has three mechanisms to support QoS: service levels, virtual
lanes, and virtual lane arbitration. IBA defines a maximum of 16 service levels
(SLs), but it does not specify what characteristics the traffic of each service level
should have. Therefore, it depends on the implementation or the administrator
how to distribute the different existing traffic types among the SLs.
IBA provides fields for marking packets with a class of service. By allowing
the traffic to be segregated by categories, we will be able to distinguish between
packets from different SLs and to give them a different treatment based on their
needs.
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Figure 2.6: Virtual lanes in a physical link.
IBA ports support virtual lanes, providing a mechanism for creating multiple
virtual links within a single physical link. A virtual lane is an independent set
of receiving and transmitting buffers associated with a port (Figure 2.6). Each
virtual lane must be an independent resource for flow control purposes.
IBA ports have to support a minimum of two and a maximum of 16 virtual
lanes (VL0 . . . VL15). All ports support VL15, which is reserved exclusively for
subnet management, and must always have priority over data traffic in the other
virtual lane. Since systems can be constructed with switches supporting different
numbers of virtual lane, the number of virtual lane used by a port is configured
by the subnet manager. Also, packets are marked with a service level (SL), and
a relation between SL and virtual lane is established at the input of each link
with the SLtoVLMappingTable.
When more than two virtual lane are implemented, an arbitration mechanism
is used to allow an output port to select which virtual lane to transmit from.
This arbitration is only for data virtual lanes, because VL15, which transports
control traffic, always has priority over any other virtual lane. The priorities of
the data lanes are defined by the VLArbitrationTable.
The structure of the VLArbitrationTable is shown in Figure 2.7. The VLAr-
bitrationTable has two tables, one for scheduling packets from high-priority vir-
tual lanes and another one for low-priority virtual lanes. However, IBA does
not specify what is high and low priority. The arbitration tables implement
weighted round-robin arbitration within each priority level. Up to 64 table en-
tries are cycled through, each one specifying a virtual lane and a weight, which
is the number of units of 64 bytes to be transmitted from that virtual lane. This











Figure 2.7: VLArbitrationTable structure.
weight must be in the range of 0 to 255, and is always rounded up as a whole
packet.
A LimitOfHighPriority value specifies the maximum number of high-priority
packets that can be sent before a low-priority packet is sent. More specifically,
the virtual lanes of the High Priority table can transmit a maximum of Lim-
itOfHighPriority×4096 bytes before a packet from the Low Priority table can
be transmitted. If no high-priority packets are ready for transmission at a given
time, low-priority packets can also be transmitted.
2.3.6. PCI Express Advanced Switching
AS is a multipoint, peer-to-peer switched-fabric architecture designed to pro-
vide, in an open standard, the functionality of the proprietary interconnects that
have been at the core of storage, communications, and embedded computing sys-
tems. The AS Interconnect Special Interest Group [ASI] published v1.1 of the
AS specification [Adv 05].
AS architecture is built upon the data link and physical layers established
by the PCI Express architecture [PCI 03] to achieve widespread interoperability
and cost-effective reuse of technology. The physical layer consists in a dual-
simplex channel that is implemented as a transmit pair and a receive pair. A
data clock is embedded using the 8b/10b encoding scheme. The initial frequency
is 2.5 Gb/s, but the bandwidth of a link may be linearly scaled by adding signal
pairs to form multiple lanes. In AS, the maximum packet size is 2176 bytes.
A credit-based flow control protocol ensures that packets are only transmitted
when the buffer at the other end is able to receive those packets. Finally, Virtual
Cut-Through switching is used in AS.
The AS supports unicast and multicast traffic. For unicast traffic the AS
transaction layer provides source-based path routing versus the memory-mapped
routing of PCI Express. By eliminating the hierarchical structure of memory-
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mapped routing, flexible topologies can be constructed such as star, dual-star,
full mesh, or multi-stage networks.
AS encapsulates data packets and attaches to them a header that routes
the packets through the fabric, regardless of the original packet format. This
header contains a protocol interface field that is used at the packet destination
to determine the packet’s format. Thus, nearly any transport, network, or link
layer protocol can be routed through an AS network.
Figure 2.8: AS switch with input and output buffers.
2.3.6.1. AS architecture
AS provides mechanisms that permit QoS to be supported. Specifically, an
AS fabric permits us to employ traffic classes (TCs), VCs, egress link scheduling,
and an admission control mechanism to provide a different treatment to the
traffic.
VCs provide a means of supporting multiple independent logical data flows
over a given common physical channel. AS supports up to 20 VCs of three
different types: Up to 8 bypassable unicast VCs, up to 8 ordered-only unicast
VCs, and up to 4 multicast VCs. The bypassable VC with the highest number in
each network element (usually VC 7) is called the Fabric Management Channel.
The AS packet header contains a field with a TC identifier. This field permits
us to specify one of eight possible TCs. Moreover, the AS packet header specifies
the type of VC that the packet employs. The packet’s TC identifier and the
VC type are transmitted unmodified from source to destination through an AS
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fabric. At each hop within an AS fabric, the TC identifier is used to apply
VC selection of the appropriate type. Each VC type (bypassable or ordered) is
governed by a distinct TC/VC mapping.
AS defines two egress link schedulers to resolve between the up to 20 VCs
competing for bandwidth on the egress link: The VC arbitration table scheduler
and the minimum bandwidth egress link scheduler. A given implementation may
choose either of them or may implement its own proprietary mechanism.
The VC arbitration table scheduler, or just table scheduler, provides an im-
plementation of the Weighted Round Robin (WRR) algorithm, proposed by
Katevenis et al. [Katevenis et al. 91]. The VC arbitration table is a regis-
ter array with fixed-size entries of 8 bits. Each table entry, which contains a
VC identifier value, corresponds to a slot of a WRR arbitration period. When
arbitration is needed, the table is cycled through sequentially and a packet is
transmitted from the VC indicated in the current table entry. If the current
entry points to an empty VC, that entry is skipped. The number of entries of
the AS VC arbitration table may be 32, 64, 128, 256, 512, or 1024.
The minimum bandwidth egress link scheduler, or just MinBW scheduler,
is intended for a more precise allocation of bandwidth regardless of packet size.
This scheduler consists of two parts. The first is a mechanism to provide the
Fabric Management Channel (FMC) with an absolute priority over the other
VCs. However, FMC has its bandwidth limited by a token bucket. The second
part of the MinBW egress link scheduler is a mechanism to distribute bandwidth
amongst the rest of the VCs according to a specification of relative weights.
AS does not specify an algorithm or implementation for the MinBW sched-
uler, but only its behavior. However, according to the specification, several
well-known scheduling algorithms exhibit the desired properties of the MinBW
scheduler. Examples include variants of Weighted Fair Queuing (WFQ) [Demers
et al. 90] such as Self-Clocked WFQ [Golestani 94], and variants of WRR such
as Deficit WRR [Shreedhar and Varghese 96]. The properties that the MinBW
scheduler must exhibit are [Adv 03]:
Work conserving: If there are packets ready to be injected through an
output link, this link must not be kept idle.
Minimun bandwidth guarantee: Each VC has to have an associated guar-
anteed minimum bandwidth.
Bandwidth metering: The bandwidth allocation to the different VCs must
take into account the size of packets. That is, bandwidth is measured in
terms of information, not in terms of sent packets.
Fair redistribution: If there is some extra bandwidth, not allocated to
any VC, it must be distributed among VC proportionally to the minimum
guaranteed bandwidth for each VC.
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Memoryless: If a VC is assigned some bandwidth, but there are no ready
packets to use it, this bandwidth is not reserved and cannot be recovered
by this VC later.
A connection admission control implemented in the fabric management soft-
ware may regulate the access to the AS fabric. It would allow new packet flows
entry to the fabric only when sufficient resources were available. Fabric manage-
ment software may track resource availability by monitoring AS fabric congestion
and tracking active packet flows and their bandwidth. This is very useful when
traffic flows are predominately connection-oriented and carefully rate-limited.
2.4. Conclusions
In this chapter we have reviewed the state of the art in high performance
interconnects. We have briefly reviewed the different aspects of this kind of
networks that will be useful to understand our proposals in the next chapters.
We have also reviewed the concept of Quality of Service (QoS). There are
many applications today that demand from the network something more sophis-
ticated than a best-effort service. The idea is that, for these applications to work
properly, the network has to satisfy several requirements in terms of some QoS
indices.
After that, we have reviewed the mechanisms proposed for QoS support in
high-speed switches. There are two points where arbitration and, therefore, QoS
must be taken into account. First, there is crossbar scheduling, which selects
which packets at the input ports progress to output ports. Second, there is
output port arbitration, which selects packets to be injected through the link.
Finally, in this chapter we have also reviewed recent proposals for high-speed
interconnects with QoS support. In addition to academic proposals, we have




THE use of a limited number of traffic classes (TCs) for QoS provision is apopular framework in high-performance networks. This is like the DiffServ
[Blake et al. 98] proposal for Internet, which consists in assigning a virtual
channel (VC) for each TC. This approach can be found in the recent InfiniBand
and PCI Advanced Switching (AS) standards, and in other proposals as we have
seen in the previous chapter.
The cost of implementing many VCs is high since the switch ports and the
scheduler are much more complex. Therefore, there are few implementations
that include more than two or four VCs.
In this chapter we review the use of VCs for QoS provision and conclude that
they are an inefficient solution. We propose a new technique to provide QoS with
only two VCs based on the elimination of redundancies in traffic scheduling.
Later, we evaluate a switch architecture using this proposal in terms of hard-
ware requirements. Finally, we also evaluate the performance of our proposal
through simulation.
53
54 Chapter 3 Efficient Traffic Class-Level QoS Support
3.1. Virtual Channels for QoS Provision
This section is about VCs and their use for QoS provision. We review their
advantages and disadvantages, and their implementation cost. Finally, we ex-
plain why VCs are not efficient when handling bursty traffic.
Virtual channels were originally introduced to solve the problem of deadlock
in wormhole-switched networks, as we saw in the previous section. In the context
of QoS provision for high-speed interconnects, a VC is usually assigned to each
TC.
In this way, interference from one TC over others is avoided. Separate VCs
also open up the possibility of per-TC QoS provision. In this section we review
the advantages and the disadvantages of VCs.
3.1.1. Advantages of virtual channels
Virtual channels are popular in many proposals for QoS support in high-
performance switches. In the following, we review which are the problems that
they solve.
3.1.1.1. Head-of-line blocking
Head-of-line (HOL) blocking is a well known problem in input-buffered swit-
ches [Karol et al. 87]. It happens when a packet at the head of a queue blocks,
preventing other packets in the same queue from advancing, even if they request
available resources (typically, an output link).
Figure 3.1: Head-of-line blocking.
HOL blocking is illustrated in Figure 3.11. We can see in the figure that
the blocked packet requires the topmost channel, which is available. However,
the packet cannot advance because it is waiting behind another packet, which is
requiring a busy channel.
1 In the figure, small rectangles are packets, larger boxes are buffers, the square in the
middle is the crossbar, and the cylinders are links. Colours of packets indicate the desired
output link.
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Figure 3.2: Head-of-line blocking solved with VCs.
A similar situation can happen with packets of different TCs. If all packets
share the same buffer, a packet from one TC can block packets from other TCs
if the first packet is blocked by the scheduler.
We can put traffic flows from different TCs in separate VCs and avoid the
HOL blocking. The buffer structure would consist of a queue per VC and the
packets at the head of all these queues would be candidates for the scheduler.
In Figure 3.2 we can see the resulting architecture. In this case, both channels
can be fully utilized, since packets are stored in separate queues. Likewise, if
resources are VCs instead of links, the solution would be similar.
3.1.1.2. Buffer hogging
Buffer hogging is a problem similar to HOL blocking. It happens when all
the available buffer space is used up by blocked packets. In this way, packets
in a upstream buffer would not be able to advance, even if they would request
available resources downstream.
Figure 3.3: Buffer hogging.
Figure 3.3 shows the buffer hogging problem. The blocked packet cannot
advance to the next buffer because it is full of packets. Note that the blocked
packet requires the topmost link, which is available, while the packets in the
next buffer are waiting a busy resource. For this reason, buffer hogging degrades
performance.
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The problem of buffer hogging can arise related with QoS support mecha-
nisms. It may happen that the blocked packets belong to a TC that is being
delayed by the scheduler. In this case, packets from other TCs waiting in a
previous stage would not be able to advance.
Buffer hogging is solved by using VCs, where each TC is assigned a different
VC. Note that it is also necessary to separate flow control at a VC level. This
means that each VC has its own credit counter and that no VC can occupy all
the buffer space. In this way, buffer hogging is avoided.
Figure 3.4: Buffer hogging solved with VCs.
In Figure 3.4 we show the implementation of this solution. Each VC holds
packets demanding different resources. Moreover, the space that a VC can take
is limited and, therefore, no TC can cope the buffer.
3.1.1.3. Traffic scheduling
We have seen in the previous chapter that, in order to provide QoS, the
scheduler has to be aware of the TC of packets. If all the packets are stored in
the same queue, it is difficult to provide a differentiated service or to provide
QoS guarantees to individual TCs.
A popular solution, implemented for example in InfiniBand and AS, takes
advantage of the assignation of a different VC to each TC, allowing the sched-
uler at the switches to merge traffic from the different VCs according to a QoS
algorithm.
3.1.2. Disadvantages of virtual channels
Although VCs can help to solve the aforementioned problems, they are not
enough by themselves. In order to provide good performance, the network re-
quires more elements than only VCs.
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3.1.2.1. Head-of-line blocking
As stated, the HOL blocking is avoided between different TCs by using VCs.
However, they do not solve HOL blocking between packets of the same TC. This
problem can dramatically degrade performance of input-buffered switches and,
therefore, a solution is needed.
Packets that belong to the same TC are always stored in the same VC. These
packets may be requiring different output ports. However, packets are stored in
arrival order in the same queue. Therefore, if the first packet of the queue is
waiting for a busy output port, other packets in the same VC, but demanding a
different and available output port, would be unnecessarily blocked.
Virtual Output Queues (VOQs) [Dally et al. 98] is considered the most
effective way to avoid HOL blocking. In this case, there are at each switch port
as many queues as endpoints in the network, and any incoming packet is stored
in the queue assigned to its destination. The aim of this policy is to prevent
flows addressed to congested destinations from sharing queues with those flows
addressed to non-congested destinations, thereby avoiding HOL blocking.
Note that in order to implement VOQ and, at the same time, provide several
VCs for several TCs, the number of queues is multiplied. For instance, in a
network with 64 end-nodes and 16 TCs, a total of 64 × 16 = 1024 queues per
switch port are needed. Therefore, such an architecture would be very difficult
to implement.
A variation of VOQ uses as many queues at each port as output ports in
a switch [Anderson et al. 93], reducing so queue requirements. However, still
many queues are needed. For instance, if switches have 16 ports and, again,
there are 16 TCs, a total of 16 × 16 = 256 queues per switch port are needed.
Although this number of queues could be implemented with some technologies,
the scheduling process would be much more difficult, and its implementation
could be unfeasible for high-speed interconnects.
Figure 3.5 illustrates the different switch organizations we have discussed in
this section. We can see that each improvement increases the number of queues.
This may lead to organizations that are difficult to implement in practice.
3.1.2.2. Buffer hogging
This problem is solved among TCs by using VCs and separate flow control
domains. However, packets of the same TC can still cause buffer hogging to
happen. For instance, a long burst of packets towards the same destination
could prevent packets of the same TC but addressed to a different end-node to
advance.
A solution to avoid this problem is again Virtual Output Queues at the
network level. However, as stated, this is hard to implement, specially combined
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(a) Simple architecture
(b) VOQ
(c) VOQ + 2 VCs
Figure 3.5: Different switch organizations with VOQ and VCs.
with VCs. On the other hand, bursts of packets can be avoided by using an
admission control and token buckets, which are usually available in the latest
technologies.
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3.1.2.3. Traffic scheduling
In order to provide QoS guarantees, it is not enough to implement VCs at
the switches. For instance, a great deal of packet delay is spent in the end-nodes,
waiting to be injected in the network. If the end-nodes do not implement also
VCs and QoS-aware scheduling, the performance would suffer.
Moreover, VCs are not enough to provide strict guarantees of bandwidth or
jitter. VCs avoid interference from other TCs, but nothing prevents packets
of the same TC to oversubscribe a link. If the end-nodes issue more packets
that a link or end-node is able to handle, the delays of these packets will grow
dramatically and throughput will not be the ideal.
In order to provide bandwidth and latency guarantees, a connection admis-
sion control is mandatory. In this way, before starting a flow of packets, the
network only accepts flows for which it can guarantee performance.
3.1.3. Implementation of virtual channels
Virtual channels are a very well studied mechanism. In standards for high-
speed interconnects, like InfiniBand or AS, the behavior of VCs is very similar.
We will review it in this section and indicate how they would be implemented.
3.1.3.1. Logical view of virtual channels
From a QoS point of view, a VC is a dedicated buffer for a TC. That means
that each TC has its own buffer at any switch port. Moreover, these buffers
have individual flow control and their size does not depend on the occupancy of
other VCs.
The standards usually give freedom to designers on how to handle the buffers
dedicated to VCs. For instance, it is usually possible to dynamically implement
VOQ at the switch level. In this way, a VC would compromise several queues,
but the buffer would be shared among them. In this way, there is no limit on the
size of any queue and one of them could grow and take all the available space.
Regarding scheduling, standards give indications and constraints that have
to be accomplished, but the designers can implement whatever they want within
these limits. For instance, AS gives a list of properties that the scheduler has to
exhibit, but the designer can choose any algorithm that presents these properties.
3.1.3.2. Physical view of virtual channels
In the previous chapter, we showed how to implement dynamic queues in a
buffer. There is a single SDRAM memory per port and the queues are managed
with pointers. In this way, each VC would be a different queue.
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Since it is usual to implement VOQ at switch level, each VC consists of a
group of queues. The flow control is handled with a separate credit counter
for each VC. Any of the dynamic queues of a single VC can take all the space
assigned to the VC, but it will never grow in the space of a different VC.
Note that packets from all queues and VCs are stored in the same physical
memory. Therefore, the implementation of VOQ does not require additional
memory. However, this technique requires additional pointers and management
logic to handle several dynamic queues.
3.1.3.3. Implementation cost
When implementing VCs, although the physical memory is the same, there
are several overheads. Let us look at them in detail.
The use of VCs increases the cut-through latency of the switch. This
means that the delay of a packet that crosses the switch is higher when
there are VCs. The reason is that it takes time deciding in which queue
the packet should be stored. Also, the management of dynamic queues
is more complex than the management of a simple FIFO queue. More-
over, the scheduler of the switch and the arbiter at output links have to
decide between many more candidates, which increases the delay. On the
other hand, this delay can be masked with pipelining techniques, but this
increases the switch complexity.
The switch requires more silicon area to be implemented. The reason is
that all the components are now more complex. The input ports need
additional logic to decide in which queue packets must be stored. Also, for
each dynamic queue, additional pointers and counters are needed. More-
over, each VC requires a separate credit counter. The switch scheduler is
much more complex because there are many more candidates to schedule.
Finally, at output ports the buffers are also more complex and the arbiter
has to consider more packets.
Therefore, the higher cut-through latency and the extra silicon area are two
important drawbacks that arise due to the implementation of a complete set of
VCs in each switch port.
3.1.4. Buffer efficiency
A switch is a system where information is transferred from inputs to outputs.
We call throughput to the amount of information per time unit that is transferred.
Given a large time-frame, outgoing throughput matches incoming throughput.
However, instantaneous throughput may differ a lot from average throughput.
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Buffer memory is needed in order to smooth out the fluctuations in instantaneous
throughput.
A burst is a persistant difference between the rate at which packets come to
the switch and the rate of departure. In other words, a burst is a period of time
while instantaneous throughput is higher than average throughput. The buffers
of the switch must be large enough to accommodate the bursts in order to offer
good performance.
If buffers are not large enough to accommodate bursts, then packets must
be delayed and the switch will not be operating at full capacity, and thus, per-
formance will suffer. In the following, we study how the implementation of VCs
affects to the efficiency of buffers to cope with bursty traffic.
3.1.4.1. Performance of virtual channels with bursty traffic
The VCs must have independent flow control in order to work properly.
However, this also means that the buffers are statically partitioned among VCs:
one of them cannot use space reserved for the others.
On the other hand, the switch accommodates packets from a number of flows.
The length of bursts depends on the peak rate of these flows. If we separate these
flows in TCs, the peak rate of each group will not be significantly smaller than
the peak rate of the aggregate, provided that all flows are similar.
For instance, let us assume that our switch has to transfer 1000 video se-
quences through one of its inputs. We have enough confidence that at a certain
point, a maximum of 100 sequences will be transmitting at peak rate. Now, if
we separate the sequences in four TCs, and we put each group in a separate
buffer, we cannot assume that at maximum only 25 flows of each class will be
transmitting at peak rate. In fact, the worst case will be somewhere between 25
and 100.
Therefore, even though the buffer for each TC is 1/4 the original, the peak
rate of each TC is more than 1/4 the original peak rate. For this reason, the
partitioned buffers are less efficient. Or, in other words, to be able to accommo-
date the same burst length, partitioned buffers must be larger than a combined
buffer.
This theoretical result can be confirmed through simulation. At Figure 3.6
we can see a little experiment to illustrate this. We inject 8 service levels of
bursty traffic into a network. We evaluate two alternatives, one with eight VCs
(one per TC) and another with only two VCs. The total buffer space per port
in both alternatives is the same, only the management changes2. In the plot, we
see the average latency of the four top-most priority service levels. We can see
2 Packet size is tuned so there is always one packet size plus a round trip time (RTT) of
buffer per VC. On the other hand, latency results are at message level, which in all the
cases involves several packets.











































Figure 3.6: Average latency of QoS traffic with different buffer sizes per
port (Input load = 100% link capacity; 64 end-nodes MIN; 16 port switches).
that the two-VC design requires only 16 Kbytes of buffer per port to achieve the
best performance, while the eight-VC alternative needs as much as 128 Kbytes
per port to achieve the same performance.
We can conclude that the use of VCs introduces a waste of buffer space
due to the static management of the available space. When a burst of packets
is injected, traffic from a congested TC cannot use buffer space assigned to a
different TC, even if it is available.
The problem presented in this section has no easy solution. A first idea
would be to allow packets from one VC to use memory assigned to another
VC. However, this could lead to buffer hogging. One could devise a complex
scheme of flow control, where a VC can take space from another, but only
up to a certain limit. However, the specification of VCs in recent high-speed
interconnect standards, like InfiniBand or AS, is very clear and there is not a
solution compatible with these standards, as long as VCs are implemented.
3.1.5. Summary
Virtual channels are a popular solution for QoS provision and are proposed in
many switch designs with QoS support. The VCs are used to avoid HOL blocking
and buffer hogging. Moreover, they are also proposed to separate different TCs
and enable QoS-aware scheduling.
However, we have seen that VCs rely on a number of other mechanisms and
techniques that also have to be implemented. A connection admission control,
QoS aware end-nodes, and VOQ at least at switch level are needed to offer the
desired performance.
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We have also seen that the implementation of VCs is expensive. A switch
design with many VCs requires complex buffers and scheduler. Also, the cut-
through delay of the switch is increased. For this reason, there are very few
high-speed interconnect implementations of switches with more than two or four
VCs.
Finally, we have seen that VCs introduces a static partition of buffers. This
means a waste of buffer space and, therefore, it also means a worse performance
under bursty traffic.
3.2. Efficient QoS with Two Virtual Channels
Most proposals to provide QoS in clusters incorporate 16 or even more VCs,
devoting a different VC to each TC. This increases the switch complexity and
required silicon area. Moreover, it seems that, when the technology enables it,
the trend is to increase the number of ports instead of increasing the number of
VCs per port [Minkenberg et al. 03].
In most of the recent switch designs, the buffers are the most silicon area con-
suming part (see [Simos 04] for a detailed design). The buffers at the ports are
usually implemented with a memory space organized in logical queues. These
queues consist of linked lists of packets, with pointers to manage them. There-
fore, the complexity and cost of the switch heavily depend on the number of
queues at the ports. For instance, the crossbar scheduler has to consider 8 times
the number of queues if 8 VCs are implemented (greatly increasing the area and
power consumed by this scheduler). Then, a reduction in the number of VCs
(and in the required buffer space) necessary to support QoS can be very helpful
in the switch design and implementation.
In this section, we show that it is enough to use only two VCs at each switch
port for the provision of QoS. One of these VCs would be used for QoS packets
and the other for best-effort packets. We also explore a switch design that takes
advantage of this reduction and we evaluate it with realistic traffic models.
Although using just two VCs is not a new idea, the novelty of our proposal
lies in the fact that the global behavior of the network is very similar as if it had
many more VCs. This is easily achieved by taking advantage at the switches of
the scheduling made at end-nodes.
Note that our proposal does not intend to achieve better performance than
other designs with many more VCs and able to devote a different VC to each
TC. However, our proposal intends to achieve almost the same performance than
other implementations with many more VCs, but using just two VCs.
Simulation results show that our proposal provides a very similar perfor-
mance compared with a traditional architecture with many more VCs both for
the QoS traffic and the best-effort traffic. Moreover, comparing our proposal
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with a traditional architecture with only 2 VCs, our proposal provides a signif-
icant improvement in performance for the QoS traffic, while for the best-effort
traffic the traditional design is unable to provide the slightest differentiation
among packets of the same VC.
3.2.1. Motivation
In modern interconnection technologies, like InfiniBand or AS, the obvious
strategy to provide QoS support consists in providing each TC with a sepa-
rate VC. Separate VCs allow the switches to schedule the traffic in such a way
that packets with more priority can overtake packets with less priority. In this
way, head-of-line (HOL) blocking between packets of different TCs is eliminated.
Moreover, buffer hogging is also avoided, since each TC has its own separate
credit counter.
However, we have seen in the previous section that VCs are expensive to
implement. The switch architecture is more complex because the buffers have to
manage several dynamic queues. Moreover, flow control is also more complex,
because several domains have to be considered. Besides, the switch scheduler
has to take into account more packets, leading to a more complex design and
to longer delays. For these reasons, there are very few implementations with all
the VCs proposed by specifications.
We have also seen that VCs aim to solve several problems in high-performance
networks. HOL blocking can be avoided by separating the different TCs in
independent VCs. However, in order to fully eliminate this problem, a separate
VC per destination and TC would be necessary, and this is totally unfeasible. For
a similar reason, the buffer hogging problem cannot be completely eliminated.
VCs are also proposed to provide QoS guarantees. For instance, recent stan-
dards propose to implement WRR [Katevenis et al. 91] at the VC level. However,
we have seen that, in order to provide traffic with the required performance, there
are other mechanisms necessary. More specifically, a connection admission con-
trol (CAC) must be implemented to provide bandwidth guarantees. In addition
to this, the end-nodes also must implement VCs and a QoS-based scheduling.
Otherwise, implementing VCs only at the switches would not be enough.
Finally, we have also shown in the previous section that VCs are not an
efficient solution. In order to work properly, the VCs must provide a static
partition of available buffer space. In this way, it may happen that packets from
a TC are blocked waiting for credits in a buffer that may have plenty of available
space, but for a different TC.
Taking into account all the previous information regarding VCs, we think
that they are not a satisfactory solution for the QoS provision problem in high-
performance networks, in the terms of a VC per TC that are usually assumed.
In this way, a QoS provision based on a VC per TC would be inefficient. Hence,
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the lack of implementations seen in commercial products for interconnection
networks.
The main motivation of our work is to provide a similar QoS with less re-
sources. Therefore, we do not aim at achieving a higher performance but, in-
stead, at drastically reducing buffer requirements while achieving similar perfor-
mance and behavior of systems with many more VCs. In this way, a complete
QoS support can be implemented at an affordable cost.
3.2.2. Observation of traffic scheduling
In order to provide the applications with the QoS they demand, the end-
nodes must be QoS-aware. To achieve this, it is necessary to provide separate
queues for each TC and a scheduler which implements the QoS policy.
Therefore, the end-nodes have to examine all the packets generated by appli-
cations and decide which ones to inject first, based on some QoS criteria. This
implies that the stream of packets leaving the end-node and entering the network
contains implicit information regarding the relative priority of these packets. Let
us examine this in detail.
3.2.2.1. Bandwidth-based scheduling
Bandwidth-based scheduling consists in providing bandwidth guarantees to
TCs. In this way, each TC is associated to a VC. Besides, the end-nodes and the
switches implement a scheduling policy that takes into account these bandwidth
requirements.
Popular algorithms for bandwidth-based scheduling are WRR [Katevenis et
al. 91], DRR [Shreedhar and Varghese 96], and WFQ [Demers et al. 90] variants.
In all the cases, it is necessary that every network component is aware of the
reserved bandwidth and the presence of a CAC mechanism. This last element
ensures that bandwidth requirements are feasible and starvation will not happen
to QoS-demanding TCs.
When a given end-node schedules packets for transmission based on relative
bandwidth requirements, it produces a mix of packets from different flows, which
are multiplexed over the link connecting to the corresponding switch input port.
Therefore, if the switch is receiving packet streams from several interfaces, two
conditions are met:
The proportion of packets from each flow in the incoming streams is
roughly proportional to the bandwidth requirements for each flow (pro-
vided that the sample is large enough).
The outputs of the switch have enough bandwidth to cope with all the
incoming packets. This is ensured by the CAC mechanism.
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In these circumstances, separating at the switch the incoming packets into
several VCs, one per TC, would be redundant. If all the packets are put in
a FIFO queue per input port, the percentage of packets from each flow stored
at the queue still corresponds to their relative bandwidth requirements. Thus,
there is no need to alter packet ordering and, therefore, there is no need to
demultiplex incoming packets at a given switch input port into several VCs. If
these input ports are served with a round-robin algorithm, no TC would suffer
starvation, provided that each flow has bandwidth reservation, and streams of
packets leaving the output ports would also have the correct proportions of
packets.
We have seen that a switch that receives streams of packets in the correct
proportions and that does not have any of its output links oversubscribed, can
produce at the outputs streams of packets also in the correct proportions, while
using a single VC. This situation would also happen for the next switch in the
flow path due to recursivity. Therefore, the whole network can offer bandwidth
guarantees without additional VCs at the switches.
3.2.2.2. Delay-based scheduling
Delay-based scheduling is based on the concept of deadline. The deadline
is the desirable time for a packet to reach destination. Therefore, each packet
is assigned a deadline tag used for scheduling. There are many proposals on
how to assign these deadlines, but once they are set, the behavior of network
components is the same. At every buffer in the network, both in end-nodes
and switches, packets must be kept in deadline order and when resources are
available, an Earliest Deadline First (EDF) policy is applied.
In ideal conditions, packets leave the end-nodes in deadline order. This means
that if a packet leaves earlier than another, it has also a earlier deadline. In this
case, the incoming streams of packets arriving at a switch are also ordered.
Therefore, separating again the packets in a VC per TC would be redundant.
With packets already in order, it is possible to just consider the first packet
at each queue, in the confidence that packets coming afterwards have higher
deadlines.
The behavior of the switch would be analogous to a sorting algorithm: if
the switch has in its input ordered chains of packets and has to produce at the
output an ordered sequence, it only needs to look at the first packet of each
input.
3.2.2.3. Conclusions
After this study of the behavior of the traffic scheduling, the main conclusions
from our observation are:
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There is a significant amount of redundancy in the scheduling decisions
performed at end-nodes and switch fabric. Some of the scheduling decisions
made at end-nodes to multiplex flows through the link connecting to the
switch fabric can be reused at the switch fabric while keeping the same
overall behavior (including QoS guarantees, fairness, and performance).
A single FIFO queue has to be implemented in the switch ports. This can
be done reusing scheduling decisions at the end-nodes when scheduling
packets at the switch and provided that there is an admission control.
These observations are used in the next section in order to draft our proposal.
3.2.3. Our proposal
Based on the previous observation, we present a proposal to provide QoS
with a minimum of resources. This proposal does not aim at achieving better
performance, but at dramatically reducing implementation costs by eliminating
redundancies in traffic scheduling, while performance is kept.
In this section we assume a QoS framework based on a discrete amount of
traffic classes (usually 16, like in InfiniBand or AS). We will see details on the
emulation of per-flow QoS in the next chapter.
3.2.3.1. Details on the proposal
Let us see how our proposal works. At the end-points, there are schedulers
that take into account the QoS requirements of TCs. Therefore, packets leaving
the interfaces are ordered by the interface’s scheduler. Thus, if packet i leaves
earlier than packet i + 1, it is because at that moment it was the best decision
(with this scheduling strategy) to satisfy the QoS requirements of both packets,
even if packet i + 1 was not at the interface when packet i left. Therefore, we
can assume that the order in which packets leave the interfaces is correct.
For the purposes of the switches, it is enough to assume that in all the cases
packet i has more priority than packet i+1. In this case, the switch is receiving
at its input ports ordered streams of packets. Now, the task of the switch is
similar to that of a sorting algorithm. The switch inspects the first packet at
each stream and chooses the one with the highest priority, building at its output
another ordered flow of packets.
Note that what “priority” means will depend on the actual scheduling at the
network interfaces. For instance, if absolute priority between TCs is applied,
then the scheduler at the switches has to consider the original priority of the
packets at the head of the queues, instead of just whether they are regulated
traffic or not. If, for instance, the switch has four ports, the scheduler examines
the first packet of the four buffers and chooses the packet with the highest
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priority. This is not very complex because very efficient priority encoder circuits
have been proposed [Huang et al. 02]. Note that this cannot lead to starvation
on the regulated traffic because the CAC mechanism assures that there is enough
bandwidth for all the regulated flows.
Thereby, by using this scheduler, the switches achieve some reutilization of
the scheduling decisions made at network interfaces. This is because the order
of the incoming messages is respected, but at the same time, the switches merge
the flows to produce a correct order at the output ports. Note that a different
scheduler, like round-robin or iSLIP, would not merge the packets in the best way
because it would not take into account packets priority. Therefore, the latency
of the packets with the highest priority would be affected and results would not
be optimal.
If the network has to provide service to TCs that do not demand bandwidth
guarantees, like best-effort TCs, these TCs should use a different VC. Note that
our proposal uses 2 VCs in order to support both regulated and unregulated
traffic. If all the traffic in the network could be regulated, we would use just one
VC.
In this way, the switch organization would consist of two VCs at each switch
port (inputs and outputs). In order to avoid any influence on the regulated
traffic, we give the QoS VC absolute priority over best-effort VC. Using just two
VCs at the switches and provided that there is regulation in the traffic, we will
obtain very similar performance as if we were employing many more VCs.
3.2.3.2. Advantages of our proposal
The most obvious advantage of our proposal is that we achieve with only
two VCs a performance similar to proposals involving many more VCs. The im-
mediate advantages of this feature are that the buffers and the switch scheduler
are more simple and efficient. In this way, the cost of the switches is drastically
reduced and QoS can be implemented at an affordable cost.
Another advantage is that buffers are not statically partitioned in many flow
control domains, but only two. This means that the assignation of buffers is
more flexible. We saw in the previous sections that implementing many VCs
prevents us from fully using the buffer space, due to the static partition that
VCs introduce. For this reason, when using our proposal with only two VCs,
performance is better under bursty traffic.
3.2.3.3. Limitations of our proposal
Let us examine possible limitations of our proposal. When using bandwidth-
based QoS, it may happen that end-nodes inject more traffic from a TC than
the amount reserved. The reason for this is the burstiness of traffic: even if
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the aggregate of average bandwidth requirements is correct, traffic sources do
not usually inject packets in constant bit rate. This could disrupt the expected
proportions of packets at the outputs of the switches and affect to bandwidth
results of all TCs. This problem can be solved in several ways:
Using a CAC strategy that takes into account peak bandwidth. In this
way, instead of just taking into account the average bandwidth, the CAC
mechanism also considers peak rate and maximum burst length of the
flows.
Providing large buffers at the switches, to be able to absorb the packet
bursts. Sometimes this is not possible, due to the limitations of on-chip
memory.
Using a traffic shaping mechanism, like token buckets. The token buckets
can be configured alongside with the CAC mechanism and offer very good
performance.
A combination of the previous strategies offers the best performance. Note
that a traditional switch design with a VC per TC could better isolate misbe-
having TCs. However, the performance would still be affected by packet bursts.
This means that the techniques discussed above would also be necessary in that
case.
If using priority or deadline-based scheduling, the main limitation of our
proposal is that packets may not always come ordered from the interfaces. It
may happen that when no more high-priority packets are available, a low-priority
packet is transmitted, especially if the end-nodes are work-conserving. If this
packet has to wait at a switch input queue, and other packets with higher priority
are transmitted from the network interface, they would be stored in the same
VC as the low-priority packet (both packets are QoS-requiring), and be placed
after it in the queue. Thus, the arbiter would penalize the high-priority packets,
because they would have to wait until the low-priority packet is transmitted.
But this situation, which we call order error, has a small impact on performance
because there is bandwidth reservation for QoS packets. This means that all the
QoS packets will flow with short delay.
In the performance evaluation section, we will see that the order errors have
a low impact on the performance. However, they make latency and jitter more
variable. Although the average value will remain similar, peak values will be
slightly increased.
In general, switches using our proposal are not able to reschedule traffic as
freely as they would be with a technique where a different VC for each TC were
implemented. This problem is attenuated by the connection admission, because
connections are only allowed if we can satisfy their bandwidth and latency re-
quirements all along their path. That means that connections are established as
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if all the VCs were implemented at the switches and there were also the same
schedulers as in the switches with all the VCs. In this way, we ensure that the
required QoS load is feasible. We will not obtain exactly the same performance,
but it will be very similar.
On the other hand, the best-effort TCs only receive coarse-grain QoS, since
they are not regulated. However, the interfaces are still able to assign the avail-
able bandwidth to the highest priority best-effort TCs and, therefore, some dif-
ferentiation is achieved among them. If stricter guarantees were needed by a
particular best-effort flow, it should be classified as QoS traffic. Therefore, al-
though best-effort traffic can obtain a better performance using more VCs, the
results do not justify the higher expenses.
Note that this proposal does not aim at achieving a higher performance
but, instead, at drastically reducing buffer requirements while achieving similar
performance and behavior of systems with many more VCs. In this way, a
complete QoS support can be implemented at an affordable cost.
3.2.4. Summary
The traditional strategy to provide QoS support in interconnection technolo-
gies like InfiniBand or AS consists in providing each TC with a separate VC.
Only devoting a VC per TC at the switches is not enough to provide adequate
QoS and other techniques and mechanisms are necessary. More specifically, a
CAC mechanism is needed to provide bandwidth guarantees; end-nodes also
have to implement VCs; and head-of-line blocking and buffer hogging must be
dealt with, at least using virtual output queuing (VOQ) at the switch level.
We have observed that, once the previous conditions are met, traffic travels
seamlessly through the network; congestion, if any, only happens temporarily.
Therefore, regulated traffic flows with short latencies through the fabric. In this
case, to devote a different VC to each TC might be redundant.
Our proposal consists in reducing the number of VCs at each switch port
needed to provide flows with QoS. Instead of having a VC per TC, we propose
to use only two VCs at switches: one for QoS packets and another for best-effort
packets. In order for this strategy to work, we guarantee that there is no link
oversubscribed for QoS traffic by using a CAC strategy.
If we can offer the same QoS with just two VCs, this opens up the possibility
of using the remaining VCs for other concerns, like adaptive routing or fault
tolerance. Furthermore, it is also possible to reduce the number of VCs sup-
ported at the switches, thereby simplifying the design, or increasing the number
of ports. We will examine the implications of our proposal on the switch design
in the next section.
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3.3. Switch Architecture
In this section, we describe thoroughly the architecture of a switch using our
proposal. We will study a switch model similar to those proposed for InfiniBand
or AS. In the next chapters we will study two variations of this design, aimed
for different problems.
In the following, we study a 16 port, single-chip, virtual cut-through switch
intended for clusters/SANs and for a 8 Gb/s line rate. We assume QoS support
for distinguishing two traffic categories: QoS-requiring and best-effort traffic.
Credit-based flow control is used to avoid buffer overflow at the neighbor switches
and network interfaces. For the rest of the design constraints, like packet size,
routing, etc., we take AS [Adv 05] as a reference model.
3.3.1. Switch organization
The block diagram in Figure 3.7 shows the switch organization. We consider
a combined input output queued (CIOQ) switch because it offers line rate scala-
bility and good performance [Chuang et al. 99]. Moreover, it can be efficiently
implemented in a single chip. This is necessary in order to offer the low cut-
through latencies demanded by current applications. Moreover, this also allows
to provide some internal speed-up, without the need of faster external links.
Figure 3.7: Switch organization.
In the CIOQ architecture, output conflicts (several packets requesting the
same output) are resolved by buffering the packets at the switch input ports.
Packets are transferred to the switch outputs through a crossbar whose con-
figuration is synchronously updated by a central scheduler. To cope with the
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inefficiencies of the scheduler and packet segmentation overheads3, the crossbar
core operates faster than the external lines (internal speed-up). Thus, output
buffers are needed, resulting in the CIOQ architecture. In this architecture, the
memory access rate needed (including input and output accesses) is (S +1)×L,
where L is the external line rate and S is the speed-up factor (1 means no
speed-up).
By contrast, the required memory access rate is (N+1)×L for output queuing
architecture and (N+N)×L for shared memory switches, where N is the number
of switch ports. These access rates make these architectures less adequate for our
design (usually, N >> S) with the performance and technology we are aiming at.
On the other hand, the buffered crossbar architecture has good performance and
the memory access rate matches the line rate. However, with the technologies
we are considering, it would be expensive to implement the required buffer space
at the crosspoints. Detailed information on these alternative architectures can
be found in [Duato et al. 02,Dally and Towles 03].
(a) Input port logical view (b) Input port physical view
Figure 3.8: Input port architecture.
The organization that we propose for a switch input port can be seen in
Figure 3.8. There are only two VCs: VC 0 is intended for QoS traffic, while VC
1 is intended for best-effort traffic. Each VC is further dynamically divided into
16 queues, which correspond to each switch output port. These are logical queues
which share the same physical memory and implement virtual output queuing
(VOQ) at the switch level [Anderson et al. 93]. In contrast, the memory space
used for VC 0 and VC 1 is statically partitioned to avoid buffer hogging.
The output ports of the switch (Figure 3.9) are simpler: there are only
three queues, one per VC plus one for the outgoing credits (not shown in the
figure). These queues, although sharing the same memory, are implemented in
a static partition of the memory. Since this design is intended for a network
3 Crossbars inherently operate on fixed size cells and thus external packets are tradition-
ally converted to such internal cells.
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(a) Output port logical view (b) Output port physical view
Figure 3.9: Output port architecture.
with multiple switches, some head-of-line blocking [Karol et al. 87] may appear
on the VC 1 (best-effort traffic), although it would only affect the non-regulated
TCs. Note that congestion in VC 0 (QoS-requiring traffic) is avoided by the
CAC mechanism.
In the evaluation section, we will use weighted round-robin for the end-nodes.
In this case, the best way to schedule our switches is the following. There is a
strict precedence of VC 0 (QoS traffic) over VC 1 (best-effort traffic). Among
the queues inside each VC, a simple FIFO algorithm is applied. The scheduling
algorithm is very similar to iSLIP [McKeown 99]. However, iSLIP was proposed
as a cell-mode scheduler: external packets are split into fixed size internal cells
which are scheduled ignoring which cell belongs to which packet. In that case,
packet reassembly is required at the switch output, and cut-through cannot be
used. Since we want to provide virtual cut-through switching, our scheduling
decisions are made for whole packets (packet-mode scheduling [Marsan et al. 02]).
In this way, once a packet is selected by the scheduler, the crossbar connection is
kept until all cells of the packet have been delivered to the output. This allows
the output port to start transmitting the packet on the line as soon as the first
cell of the packet arrives at the switch output.
3.3.2. Design evaluation
In the following, we study the silicon area, the power consumption, and
the expected cut-through latency of the switch architecture proposed in the
previous section. We consider 0.18 µm and 0.13 µm technologies, because they
are popular in interconnection components and plenty of information is available.
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3.3.2.1. Silicon area
In order to find out the area requirements of this design, we consider the
individual components of the switch core. These are the buffers, the crossbar,
and the scheduler. Table 3.1 shows area estimates for each module.
Module Technology 0.18 µm Technology 0.13 µm
Buffers (32 × 16Kbytes) 64 mm2 32 mm2
Crossbar and datapath 10 mm2 5 mm2
Scheduler 5 mm2 3 mm2
Total 79 mm2 40 mm2
Table 3.1: Area consumption by components.
The internal clock of the system is 250 MHz and the datapath is 64 bits wide.
This provides a speed of 16 Gbit/s, which is twice the speed of the external links.
That means there is an internal speed-up of 2.0.
The number of buffers at the switch comes from 16 ports per input and
output. We chose 16 Kbytes per port (which are shared between the two VCs,
8 Kbytes each) as a compromise between silicon area and performance. The
memory area estimates are based on datasheets of typical ASIC technologies
available to European universities. The crossbar and datapath estimates come
from the actual numbers of the switch design in [Simos 04]. Finally, we base our
estimates for the scheduler area on the data provided by McKeown in [McKeown
99].
Note that usually there is not a full utilization of the available area in an ASIC
design [Weste and Harris 05] and, therefore, the final chip would be larger. In or-
der to find out more accurate estimates, all the design flow should be performed.
However, these area estimates are very helpful to compare the alternative archi-
tectures.
3.3.2.2. Power consumption
In order to figure out the power consumed by this design, we follow a similar
methodology to that of the previous section: we will analyze the power con-
sumption of each individual component. Note that power consumption heavily
depends on the activity of the different components and, therefore, on the load
of the system. In the following, we consider worst-case power consumption.
In Table 3.2, we see the estimates for the different elements (since these are
estimates, we round the results to one decimal). Serializer-Deserializer circuits
(also known as transceivers) are the most power consuming part of the switch
[Minkenberg et al. 03]. According to [Younis et al. 01], the transceivers consume
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Module Technology 0.18 µm Technology 0.13 µm
Transceivers 9.0 Watt 6.4 Watt
Buffers (32 × 250MHz) 4.0 Watt 2.6 Watt
Crossbar and datapath 3.0 Watt 1.8 Watt
Scheduler 0.9 Watt 0.5 Watt
Total 16.9 Watt 11.3 Watt
Table 3.2: Peak power consumption by components.
175 mW per 2.5 Gb/s of full duplex bandwidth, in 0.18 µm technology. The
figure drops to 125 mW in 0.13 µm technology. As our switch design provides
an aggregate throughput of 128 Gb/s, we obtain the results shown at Table 3.2.
We also consider power consumed by the memory at the ports. The worst
case would happen when all the memory ports are accessed simultaneously. The
buffers that we assume (250 MHz, 64 bits wide, two access ports) typically
consume 0.5 mW per MHz in 0.18 µm and 0.32 mW per MHz in 0.13 µm.
For the crossbar and datapath, and for the scheduler, we obtain our numbers
from the theoretical study at [Wang et al. 02], using the appropriate parameters
for the equations at [Wang 04]. Moreover, we have compared these figures with
those at [Simos 04], confirming that the results are quite reasonable.
3.3.2.3. Cut-through latency
Finally, we calculate the expected delay of the header of a packet crossing
our switch. We assume a pipelined design of the switch, as is usually the case
in current high performance switches. The stages of our design to process a
message are:
Header decode/Routing/VC allocation. Routing is very quick since we use
source routing (as in AS). We can assume that this is partially performed
in conjunction with the next stage.
Block allocation. Since we are using dynamic queues, blocks at the memory
of the input ports must be allocated for the incoming data. This allocation
involves the management of linked lists of these blocks. For a detailed
description of these algorithms, consult [Duato et al. 02,Dally and Towles
03].
Writing and scheduling. Scheduling of a block can take place in parallel
with its storage at the input buffer.
Crossbar traversal. This operation consists in transferring the blocks
through the crossbar to the output buffers.
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Output scheduling. Since there are two queues at output ports, some
scheduling is needed. Note that there is no need for dynamic queues: VC
0 and VC 1 statically share the memory space at the outputs. In addition
to these VCs, there is a third queue for the outgoing credits, since we
assume that there are no special lines for flow control.
Figure 3.10: Packet processing at the switch.
We can see in Figure 3.10 the stages of processing a message. The first
and the last operations are performed very quickly, while the operations in the
shaded box have to process whole blocks of 64 bytes. These three block-size
operations form the pipeline stages. Taken the former into account, our switch
model differs from other canonical models [Duato and López 94,Peh and Dally
01] in the output buffering and the corresponding scheduling.
The latency of the first operation would be 1 cycle, which translates to 4 ns.
The time to process a block of 64 bytes with a clock cycle of 4 ns and with a
datapath of 64 bits would be 32 ns. The latency of the three stages operating
over these blocks is 3 × 32 ns = 96 ns. Finally, the output scheduling could
also be performed in a single cycle, since very efficient priority encoder circuits
have been proposed [Huang et al. 02]. Therefore, the total latency would be
4 + 96 + 4 = 104 ns. In addition to this, the latency of the transceiver should
be added. It would depend on the specific circuit used, but at [Xil 06] there is
a very detailed timing analysis of one that would take around 40 ns; a complete
implementation process would be necessary for more accurate delays.
Finally, we have confirmed these results using the theoretical analysis at [Peh
and Dally 01], which is itself based on the theory of logical effort [Sutherland
et al. 99]. This theory provides a simple and broadly applicable method for
estimating the delay of high-speed integrated circuits. The results we obtain in
this way are in the same order of magnitude of the 104 ns value.
3.3.3. Summary
In conclusion, our design is feasible with the current technology. Note that
if we were to implement a full number of VCs, like it is proposed in the speci-
fications of AS or InfiniBand, then much more buffer space per port would be
3.4 Simulation Conditions 77
needed: each VC should have an amount of memory proportional to round trip
time (RTT). With the trend of increasing RTT and line rate [Minkenberg et al.
03], this amount would be large and, therefore, the number of ports of the switch
would have to be reduced to keep within reasonable limits of area, power, and
latency. Note that, as technology improves, this problem persists: Less ports
can be implemented in the chip if a lot of VCs/buffer are needed at each port.
After this hardware characteristics study, we proceed to examine, through
simulation, the performance of this switch architecture in the following section.
3.4. Simulation Conditions
In this section, we will explain the simulated network architecture. We will
also give details on the parameters of the network and the load used for the
evaluation.
3.4.1. Simulated architecture
In sections 3.5, 3.6, and 3.7, we evaluate our proposal varying different pa-
rameters. In most of the cases, we will use several switch architectures, which
we discuss in the following. Also, in most of the cases we consider 8 different
TCs, and hence there are 8 VCs at end-nodes.
The switch architectures considered for the performance evaluation are the
following:
New 2 VCs. This architecture is based on our proposal, which uses just
2 VCs at each switch port (the network interfaces still use 8 VCs). There
are two variants of this proposal, depending on the number of ports of the
switches:
• New 2 VCs-P. This architecture has 32 Kbytes/port and 16 ports/switch.
• New 2 VCs-B. This architecture has 64 Kbytes/port and 8 ports/switch.
In both cases, the total buffer memory per switch is the same.
Traditional 8 VCs. We have also performed tests with switches using 8
VCs (as many VCs as TCs). However, we have also included the same two
variants as in the case of using our proposal. Therefore, we have:
• Traditional 8 VCs-P. This architecture has 32 Kbytes/port and 16
ports/switch.
• Traditional 8 VCs-B. This architecture has 64 Kbytes/port and 8
ports/switch.
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These switches have the same memory per port than their 2-VC counter-
parts. Therefore, the four switch models would use the same total memory
and roughly the same silicon area. Note that, actually, Traditional 8 VCs
cases are more complex and would incur higher delays, which would bias
the comparison towards our proposal, but this is not taken into account in
our performance evaluation for the sake of clarity.
Traditional 2 VCs. In some tests we will also show performance of a
Traditional 2 VCs architecture. In this case, both the switches and the
end-nodes implement only 2 VCs. The performance of this proposal will be
poor due to the lack of VCs at the end-nodes, but it is useful for comparison
purposes.
Using these switch architectures we cover a broad spectrum of both tradi-
tional solutions and variations over our basic proposal.
Figure 3.11: Bidirectional multi-stage interconnection with 64 end-nodes
and 8-port switches.
The network used to test the proposals is, in most cases, a butterfly multi-
stage interconnection network (MIN) with 64 end-points (Figure 3.11). The
actual topology is a folded (bidirectional) perfect-shuffle. We have chosen a
MIN because it is a usual topology for clusters. However, our proposals are
valid for any network topology, including both direct networks and MINs. In
fact, we have also performed tests using meshes.
The network interfaces implement the full number of VCs in all the cases
(including the New 2 VC cases), except when using the Traditional 2 VCs ar-
chitecture. There is a queue per end-point and VC combination and, finally, the
length of those host-interface queues is infinite, to simulate the large buffers at
these devices.
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Remember that our proposal is based on eliminating redundancies by taking
advantage of the scheduling performed at network interfaces. Therefore, we have
to configure the interfaces properly to achieve the desired results. We will use
three types of schedulers in the tests:
Absolute priorities. In this case, some TCs have absolute priority over
others, but the CAC can avoid that starvation happens.
Table-based Weighted Round Robin. This is a proposal contained in both
InfiniBand and AS standards and, therefore, is very interesting to study.
Weighted Fair Queuing. This algorithm has been regarded as very ap-
propriate for QoS, but is also considered too complex to be implemented.
Nevertheless, it is also interesting to test if our proposal can emulate it.
The CAC we have implemented for QoS-requiring traffic is a simple one,
based on average bandwidth. Each connection is assigned a path where enough
bandwidth is assured. The CAC guarantees that less than 70% of bandwidth
is used by QoS traffic at any link. The other 30% of available bandwidth could
be used by non-regulated traffic. We also use a load-balancing mechanism when
a QoS connection is stablished, which consists in assigning the least occupied
route among the possible paths.
3.4.2. Traffic model
Table 3.3 presents the characteristics of the traffic injected in the network in
most cases. We have considered the TCs defined by the IEEE standard 802.1D-
2004 [IEEE 04] at the Annex G, which are generally accepted for interconnection
networks. However, we have added an eighth TC, Preferential Best-effort, with
a priority between Excellent-effort and Best-effort. In this way, the workload is
composed of 8 different TCs: four QoS TCs and four best-effort TCs.
Name % BW Packet size Notes
Network Control 1 [64,512] bytes self-similar
Audio 16.333 128 bytes CBR 64 KB/s connections
Video 16.333 [64,2048] bytes 750 KB/s MPEG-4 traces
Controlled Load 16.333 [64,2048] bytes CBR 1 MB/s connections
Excellent-effort 12.5 [64,2048] bytes self-similar
Preferential Best-effort 12.5 [64,2048] bytes self-similar
Best-effort 12.5 [64,2048] bytes self-similar
Background 12.5 [64,2048] bytes self-similar
Table 3.3: Traffic injected per host.
The proportion of each category has been chosen to provide meaningful re-
sults. Our intention is to lead the network to a situation where the different TCs
80 Chapter 3 Efficient Traffic Class-Level QoS Support
have to compete for limited resources. We also want to have diversity between
the sources, combining different packet sizes and different traffic distributions,
that is, constant bit rate (CBR) flows combined with variable bit rate (VBR)
flows. It is possible that this mix of traffic is not actually present in a real-life
cluster, but it serves perfectly to show the advantages of the different architec-
tures we are testing.
Real-life packet destinations are not uniformly distributed; rather, traffic
tends to be focused on preferred or popular destinations. This being so, a flexible
destination distribution model based on Zipf’s law has been proposed [Breslau
et al. 99]. Therefore, the destination pattern we have used is based on Zipf’s
law [Zipf 65], as recommended in [Elhanany et al. 05]. Zipf’s law states the
frequency of occurrence of certain events, as a function of the rank. In this way,
the probability that an arriving packet is heading toward a destination with rank
i is given in the next expression, where i is the rank of packet destination, k is







In this way, the traffic is not uniformly distributed, but, instead, for each
TC and input port a ranking is established among all the possible destinations.
Therefore, there will be destinations with a higher chance of being elected by a
group of flows, where this probability is obtained with the aforementioned Zipf’s
law. The global effect is a potential full utilization of the network, but with a
reduced performance compared with a uniform distribution. If the Zipf order k
is fixed to 0, then the destination distribution would be uniform. On the other
hand, experimental research [Breslau et al. 99] has found that the value of k = 1
is the closest to real traffic.
In our tests, the packets are generated according to different distributions,
as can be seen in Table 3.3. Audio, Video, and Controlled Load traffic are
composed of point-to-point connections of the given bandwidth. Note that Audio
traffic models both the audio part of the video transmissions and plain audio
connections.
The self-similar traffic is composed of bursts of packets heading to the same
destination. In that case, the packets’ sizes are governed by a Pareto distribution,
as recommended in [Jain 91]. In this way, many small size packets are generated,
with an occasional large size packet. The periods between bursts are modelled
with a Poisson distribution. With this distribution, if the burst size is long (60
packets, approximately 10 Kbytes), there is a lot of temporal and spatial locality
and should show worst-case behavior because at a given moment, many packets
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are grouped going to the same destination. The length of the bursts will be
noted as the B parameter in the figures.
3.4.3. Simulation results
In the next sections, the performance of our proposals is shown. We have
considered the next QoS indices for this performance evaluation:
Throughput. This is the amount of information transferred each time unit.
We measure it in percentage of network capacity.
Latency. This is the delay of a packet since it is created until it arrives
at destination. This value can be split in network latency and interface
latency.
• The network latency is the delay since the packet is sent to the first
switch until it arrives at destination.
• The interface latency is the delay since the packet is created until it
is injected in the network.
• Some application messages are larger than network maximum transfer
unit (MTU). For instance, a video frame from a video sequence is
much larger than typical MTU. In this case, the application messages
generate several packets. When this happens, we can show latency of
individual packets and latency of the global message, when the last
part is received.
• For some applications, it is useful to show, in addition to average
latency, maximum values. However, maximum values may vary a lot
and, thus, are not very useful. For that reason, we use a quantile,
usually the 99th percentile.
Jitter. The jitter measures the variation of latency. However, there is not
a consensus on how to actually measure jitter. We use the absolute differ-
ence between the delays of two consecutive packets belonging to the same
connection [Elhanany et al. 05]. A connection may be a TCP connection,
the transmission of a video sequence, etc. Note that jitter is only mean-
ingful for connected traffic and, therefore, it is only measured for Audio
and Video traffic.
• Average jitter results are not as useful as maximum results. The rea-
son is that jitter is used to dimension reception buffers, and we would
want to prepare buffers for the worst case. However, as with latency
results, maximum jitter is a very unstable value and, therefore, we
use the 99th percentile.
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Dropped packets. In general, since we are using credit-based flow control,
packets are not dropped. However, for some applications, if a packet has
to wait a long time before being injected, it may be worthless to inject it.
For instance, video packets that wait more than 100 ms in the interface
should not be injected since they will not be useful for the receiver. In this
case, those packets are dropped.
For latency and jitter, we also show the cumulative distribution function
(CDF), which represents the probability of a packet achieving a latency or
jitter equal to or lower than a certain value.
In addition to these QoS results, we will show other results that are useful
to illustrate the differences between the architectures we are evaluating.
3.4.4. Summary
We will evaluate in the following the proposal that has been discussed in
previous sections. For that purpose, we have developed a simulator which accu-
rately emulates the behavior of a high-speed interconnection.
In most of the cases, we will use an indirect network topology, more specifi-
cally a folded MIN. However, we will also test direct networks.
In order to evaluate our proposal, we will use the performance of several
traditional designs. These architectures will be similar to those proposed in
standards like InfiniBand and AS.
We will use synthetic traffic in most of the cases. For that purpose, we
will use complex models like Zipf’s law destination distribution and self-similar
arrival models. Moreover, we will also evaluate the transmission of MPEG-4
video sequences.
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3.5. Strict Priorities
In the following sections we will evaluate several switch architectures. All of
them have in common the use of strict priorities schedulers at the end-nodes’
network interfaces. Moreover, traditional designs also apply strict priorities in
their scheduling.
In general, strict priorities can introduce starvation: if the service level with
the highest priority takes all the bandwidth, there is no guarantee for the rest of
the service levels that they will get any bandwidth. However, this could be easily
solved by using a connection admission control (CAC). In this way, we guarantee
a minimum bandwidth assignation to all the QoS requiring traffic classes. We
also limit the traffic injection of service levels with the highest priority.
In order to emulate strict priority switches, we use the following strategy.
Let us suppose that several packets arrive at a switch from a network interface.
Taking into account that the interface implements a priority-based arbiter, the
first packet should be the one with the highest priority. So, instead of separating
the packets among several VCs according to their traffic classes, we put them all
in the same queue in the arrival order. Later, when the switch must decide which
packets should be transmitted, it will seek in the input queues. In that case, it
is only necessary to look at the first packet in each queue, because its position
at the front of the queue indicates that it had a higher priority when it left the
network interface. The scheduler we propose considers the original priority of
the packets at the head of the queues, instead of just whether they are regulated
traffic or not. This is not very complex because very efficient priority encoder
circuits have been proposed [Huang et al. 02].
Obviously, the network interface can only arbitrate among the packets it
holds at a given moment. Therefore, when no more high-priority packets are
available, a low-priority QoS packet can be transmitted. If this packet has
to wait at a switch input queue, and other packets with higher priority are
transmitted from the network interface, they would be stored in the same VC
as the low-priority packet, and be placed after it in the queue. Thus, the arbiter
would penalize the high-priority packets, because they would have to wait until
the low-priority packet is transmitted. But this order error situation has a small
impact on performance because there is bandwidth reservation for QoS packets.
This means that all the QoS packets will flow with short delay.
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3.5.1. Initial scenario
We will start this evaluation section with a simple test. We will use synthetic
traffic based on a self-similar pattern to compare three alternative switch designs.
In the three cases we use 16 port switches, but we have:
Traditional 2VC: This switch has two VCs, and there are only two cate-
gories of traffic in the network, including end-nodes.
Traditional 8VC: In this case, we have as many VCs as service levels, which
are eight in this test.
New 2VC: This is a switch using our proposal in this chapter, and so it
has two VCs, but the end-nodes have eight.
As we have mentioned, we will inject traffic from eight different service levels,
each one with increasing priority, since we are testing strict priorities schedulers.
Our objectives in this first test are to confirm that our proposal works in
a basic scenario, and to discard the traditional two VCs architectures as valid
approach for QoS provision.
At the right, we have the results in Figure 3.12. In the first group of results
(from left to right, and top to bottom, service levels 0 to 3), which shows the
average latency of the first four service levels (QoS group), we can see that
for all the service levels the best performance corresponds to the Traditional
8VC case. This is not surprising, since it is the most complex architecture.
However, we can see that our New 2VC proposal has similar results, even though
it only implements two VCs in the switches. This is more remarkable since the
Traditional 2VC case has much worse performance. It only has better latency
results for service level 3 (second row, right), which has the lowest priority of
the QoS group.
The next results are the throughput performance of the next four service
levels (from left to right and top to bottom, service levels 4 to 7). An interesting
result is the throughput yielded by the Traditional 2VC architecture. As can be
seen, it is the same, no mater of which service level. This is very inappropriate,
since a differentiation would be desireable. The reason for this behavior is simple:
the network only considers two broad traffic classes. For this reason, traditional
two VC architectures are not valid when we need more differentiation.
On the other hand, we have the latency results of the Traditional 8VC and
New 2VC cases. In this case, both are able to provide differentiation in through-
put. Note that our New 2VC proposal offers slightly better throughput results,
we will investigate the reason for this in the following scenarios.










































































































































































































Figure 3.12: Results of initial scenario with strict priorities.
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3.5.2. Buffer organization scenario
In Section 3.4.1 we presented the four architectures we are going to use in
the rest of this chapter for performance evaluation. These are:
New 2 VCs-P. This architecture has 32 Kbytes per port and 16 ports per
switch.
New 2 VCs-B. This architecture has 64 Kbytes per port and 8 ports per
switch.
Traditional 8 VCs-P. This architecture has 32 Kbytes per port and 16
ports per switch.
Traditional 8 VCs-B. This architecture has 64 Kbytes per port and 8 ports
per switch.
The first two architectures are based on our proposals, while the next two
are traditional models as assumed in InfiniBand or PCI AS specification.
After the results we obtained in the previous section, we are not going to
show more results of traditional 2 VC architectures. The reason is that they are
not able provide QoS to more than two categories and including these results
would only result into more difficult to read figures.
In this scenario we evaluate these four cases with the same synthetic traffic
we used in the previous section. In addition to observe average latency, we also
show maximum latency values.
Figure 3.13 shows the results. With this synthetic load, there are no big
differences in performance for the four architectures. Moreover, latency results
are in the order of a few µs for the most delay sensitive service levels, which is
usually an acceptable results.
Maximum latency results are increased up to 50% when using our proposals.
However, this only happens for the traffic class with the highest priority when
load is very high. The reason is that our switches are not perfectly imitating
strict priority switches and some order errors are introduced.
On the other hand, we have remarkably reduced the number of VCs. Besides,
this is not the only advantage of our proposal, as we will see in the following
sections.





















































































































































































































Figure 3.13: Results of buffer organization scenario with strict priorities.
88 Chapter 3 Efficient Traffic Class-Level QoS Support
3.5.3. Trace scenario
In the previous tests, we have used synthetic traffic in order to test the
performance of the different architectures. In this case, we are going to use
traffic traces from a real machine. This traffic comes from I/O system from
Hewlett-Packard Labs.
Since the traces are a bit old, a compression factor of ×40 is applied in order
to obtain a traffic load more appropriate for nowadays technology.
We have distributed trace messages into 8 traffic classes, each one with in-
creasing priority. The first four are assumed “QoS traffic” and the rest are
“best-effort traffic”.
In Figure 3.14, in the next page, we can see the performance of the different
traffic classes for the same four switch architectures we evaluated in the previous
section.
Regarding the “QoS traffic” results, we can see that in all the cases, the
best performance corresponds to service level 0 (which has the highest priority),
while the worst performance corresponds to service level 3. Moreover, general
performance is very similar in the four architectures.
If we look at the injection peaks at 150µs, 250µs, and 370µs, we can see that
our proposals, New 2VC-B and New 2VC-P, offer lower latency values than
their traditional counterparts. This phenomenon is due to the more flexible
buffer assignation, as we explained in Section 3.1.4. We will examine this in
more depth in the following tests.
The performance of “best-effort traffic” is similar in all cases. However, again
we see better results for our proposals.
In this scenario we have seen that even with realistic traffic our proposals are
able to provide traffic differentiation. Moreover, the latency results are better
than those obtained with more complex architectures.















































































































































































































Figure 3.14: Results of trace scenario with strict priorities.
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3.5.4. Realistic traffic scenario
In order to evaluate the goodness of the different switch architectures we
are considering, we have so far used synthetic traffic and traffic from traces of
an storage system. However, in Section 3.4.2 we introduced a more realistic
traffic model, which considers several kinds of traffic. These include traces from
MPEG-4 video sequences and realistic models of audio, control, and best-effort
traffic.
In addition to the different input load, we are also interested in examin-
ing latency distribution results. Average latency results may sometimes not be
enough to characterize performance. More specifically, we will study the cu-
mulative distribution function (CDF) of latency of packets for an input load of
100%.
Likewise, for multimedia traffic the jitter results are also very interesting,
because they affect the quality of the signal perceived by final users. In this
case, we will also see the CDF of jitter for an input load of 100%.
In Figure 3.15 we can see the performance of the four switch architectures we
have used in the last scenarios. Regarding Network Control traffic, we can see
that our proposals increase average latency. In the CDF distribution of latency
we can see that also maximum values are increased.
Regarding Audio traffic, average latency results are similar. We also see jitter
results, which are also worse when using our proposals with reduced VCs. How-
ever, note that results are reasonable in all the cases and very few applications
would be affected by a jitter in the order of µseconds.
The Video traffic results are very similar in the four architectures. In this
case, our New 2VC-P architecture is producing the best results. Similarly, the
performance of Controlled Load traffic does not differ too much when using the
four switch architectures studied.
Of the three traffic class-level schedulers, the strict priorities scheduler is the
most difficult to emulate by our proposals. This is because the switches with all
the VCs can freely reschedule high-priority packets over low priority ones, while
in our case we are bound to the initial sorting produced by end-nodes. However,
we see in the figure at the right that this has a very limited impact. Moreover,
in the next scenario we will see that our proposals have more advantages over
the traditional ones than just the VC reduction.




























































































































































































Figure 3.15: Realistic traffic scenario with strict priorities.
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3.5.5. QoS traffic acceptance
The objective of this scenario is to vary the amount of QoS traffic injected.
We want to see up to which level of QoS traffic proportion the performance is
still acceptable. In this section, we do not use the limitation of 70% maximum
load of the links when establishing QoS traffic connections. Instead, we vary
the proportion of QoS traffic, from 10% to 90% of the total available network
load. We fill in the remaining bandwidth with best effort-traffic. Therefore,
input links are injecting at 100% of their capacity. We can see that the different
traffic classes saturate at different points when using the four architectures. In
this way, QoS requirements are satisfied only up to a certain level of QoS traffic
load.
The results can be seen in the Figure 3.16, in the next page. We can see at
Table 3.4 which is the maximum QoS load at which the different architectures
yield acceptable results4. For instance, performance of Audio traffic with the
New 2VC-B architecture is only acceptable up to a QoS load of 80%. If more
QoS traffic were injected, maximum latency would be to high.
The last row of the table contains the minimum of the column, which means
the maximum QoS load where all the QoS requirements can be satisfied. We
can see that both architectures using our proposal can accept up to 80% of QoS
traffic, whereas the Traditional 8VC-P and Traditional 8VC-B cases can only
accept 70% and 60%, respectively. This is because of the buffer management
efficency issue we have discussed before.
Since the scheduling in this case is strict priorities, in all the cases we see
that the traffic class which suffers is always the Controlled Load traffic class,
which has less priority than all the other QoS traffic classes.
Taking into account these results, our proposal is able to cope with more
QoS traffic while keeping QoS guarantees. This is due to a more flexible buffer
management. We also conclude that the New 2VC-P architecture is better than
the New 2VC-B because performance is similar but the first greatly reduces
component count.
Traffic Class Tr. 8VC-P Tr. 8VC-B New 2VC-P New 2VC-B
Network Control 90% 90% 90% 80%
Audio 90% 90% 90% 80%
Video 90% 90% 90% 80%
Controlled Load 60% 70% 80% 80%
All QoS 60% 70% 80% 80%
Table 3.4: Maximum QoS load with acceptable performance.
4 We consider acceptable a 100% throughput and latency values of few µs.













































































































































































































% of QoS traffic
Figure 3.16: QoS traffic acceptance scenario with strict priorities.
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3.5.6. Summary
In this section we have evaluated different switch architectures for traffic
class-level QoS, while the scheduling was strict priority-based. We have seen that
our proposals, despite using just two VCs, succeed in offering similar performance
as the more complex traditional architectures, which have eight VCs, one per
traffic class.
There are several differences between our proposals and the more complex
ones. Firstly, with our switch architectures, latency of the service levels with the
highest priorities is increased. This is because the 2 VC switches are vulnerable
to order error situations, which cannot happen in the more complex switches.
However, a key advantage of our proposed switches is that buffer space can
be assigned with more flexibility. While in the traditional case memory devoted
to one VC cannot be used by another, in our case the buffer are splitted into
just two parts, instead of eight. In this way, performance is better when there
are bursty patterns of traffic.
Summing up, even though strict priorities is not the most convenient sched-
uler for our new proposals, we have shown that after considering all the trade-offs,
our switches are more advantageous than the traditional ones.
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3.6. Table-Based Scheduling
In recent standards as InfiniBand and PCI AS, there is a recommendation of
using a table-based scheduling. More specifically, they propose to implement a
table-based weighted round robin algorithm. The arbitration table is a register
array with fixed-size entries. Each table entry, which contains a VC identifier
value, corresponds to a slot of a WRR arbitration period. When arbitration
is needed, the table is cycled through sequentially and a packet is transmitted
from the VC indicated in the current table entry. If the current entry points to
an empty VC, that entry is skipped.
How to configure such a table is out of the scope of this thesis. However, the
topic has been discussed in [Alfaro et al. 04]. Briefly, in order to provide traffic
of a given VC with a minimum bandwidth, the number of table entries assigned
to that VC must be proportional to the desired bandwidth. In order to provide
maximum delay requirements to a VC, the maximum separation between two
consecutive table entries devoted to that VC must be fixed to an appropriate
value. This allows us to control the maximum latency to cross each network
element and, therefore, the global delay.
In Table 3.5 we show the configuration used in end-nodes and in traditional
switches.
In order to emulate table-based WRR in our proposed switches, we proceed
as we introduced at Section 3.2.2.1. Since the end-nodes are producing flows of
packets with the correct proportions of each service level, and the CAC guar-
antees that the QoS traffic classes will have enough bandwidth, we can use just
two VCs, as we explained earlier.
Since table-based scheduling is a popular alternative for high-performance
networks, we will perform some additional tests in this case. More specifically,
we will perform a scalability test varying network size from 64 to 512 end-nodes.
Moreover, we will also see a scenario with 3-D meshes instead of MINs.
TC Name Table entries Max. separation
0 Network Control 16 4
1 Audio 16 4
2 Video 12 5
3 Controlled Load 10 Unspecified
4 Excellent-effort 4 Unspecified
5 Preferential Best-effort 3 Unspecified
6 Best-effort 2 Unspecified
7 Background 1 Unspecified
Table 3.5: Table scheduler configuration.
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3.6.1. Initial traffic scenario
We will start the evaluation of our proposals with table-based WRR sched-
ulers with a simple scenario. We will use synthetic self-similar traffic and the
four switch architectures we discussed in the previous section. These are:
New 2 VCs-P. This architecture has 32 Kbytes per port and 16 ports per
switch.
New 2 VCs-B. This architecture has 64 Kbytes per port and 8 ports per
switch.
Traditional 8 VCs-P. This architecture has 32 Kbytes per port and 16
ports per switch.
Traditional 8 VCs-B. This architecture has 64 Kbytes per port and 8 ports
per switch.
The results can be found at the right, in Figure 3.17. Just like with strict
priorities schedulers, results are also acceptable in all the cases, with latencies in
the order of µs. However, in this case, our proposal achieves better performance
both in average and maximum latency.
The reasons for this are two. In the first place, we have shown in Section 3.2
how to effectively imitate bandwidth based scheduling. This is achieved with
greater success than with strict priority scheduling. Moreover, as we mentioned
in the previous section, our switches handle more efficiently buffer space. In
this case, this characteristic gives them advantage over the traditional ones.
Therefore, we have this slight reduction in delay.





























































































































































































































Figure 3.17: Results of buffer organization scenario with table-based WRR.
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3.6.2. Trace scenario
Just like with the strict priorities scheduler, we will evaluate the table-based
WRR switches with traffic from traces of a real machine. In this way, we have
the characteristics of real traffic instead of synthetic Poisson arrivals. We will
also apply a compression factor of ×40 in order to obtain a traffic load more
appropriate for nowadays technology.
The messages in the trace are evenly distributed into 8 traffic classes, each
one with different weights in the table:










Table 3.6: Table arbiters configuration.
In Figure 3.18, in the opposite page, we can see the performance of the
different traffic classes for the same four switch architectures we have evaluated
in the previous section.
Regarding the first four service levels, the performance is almost the same in
all the case, no matter which switch architecture is used. Note that all of them
have enough table entries to cope with injected bandwidth.
The points where injection reaches a peak are at 150µs, 250µs, and 370µs.
There we can see that our proposals, New 2VC-B and New 2VC-P, offer lower
latency values than their traditional counterparts, once again due to better buffer
management.















































































































































































































Figure 3.18: Results of trace scenario with table-based WRR.
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3.6.3. Realistic traffic scenario
In this scenario we use the more advanced or realistic traffic load. The
configuration of the table schedulers in this case is as was described at the
beginning of the section.
We will have four service levels of QoS traffic: Network Control, Audio, Video,
and Controlled Load. Moreover, we have four levels of best-effort service levels.
However, we will focus only on performance of the QoS service levels.
In this scenario we study the cumulative distribution function (CDF) of la-
tency and jitter for an input load of 100%. In this way, in addition to average
values, we can see all the spectrum of performance of packets.
The Figure 3.19 shows the performance of the QoS service levels. Regarding
Network Control traffic, we can see that our proposed switch models obtain
almost the same average latency as their traditional counterparts (with the same
number of ports per switch). There is a slight increase of average latency that is
explained in the CDF plot. We can see that most of the packets obtain the same
latency with 2 and 8 VCs, but some of them have larger latency results. That
means that maximum latency results are increased when using our architectures.
These differences are smaller when we consider Audio traffic and they are
almost nonexistent with Video traffic. Finally, regarding Controlled Load traffic,
performance is slightly better when using our proposals.
As we introduced at the beginning of the chapter, bandwidth-based algo-
rithms can be effectively emulated with just two VCs. This has been confirmed
experimentally. Moreover, just like with strict priorities schedulers, we will see
in the following the advantages of the flexibility in buffer assignation.




























































































































































































Figure 3.19: Realistic traffic scenario with table-based WRR.
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3.6.4. QoS traffic acceptance
In the following experiments, we vary the proportion of QoS traffic, from 10%
to 90% of the total available network load. We fill in the remaining bandwidth
with best effort-traffic. Therefore, input links are injecting at 100% of their
capacity.
In this way, just like we did for the strict priorities architectures, we will see
up to which level of QoS traffic proportion the performance is still acceptable.
Since in this case there is table-based WRR instead of strict priorities, we will
see that the different traffic classes saturate at different points, depending on
their bandwidth assignation and on the traffic characteristics. The results can
be see in the Figure 3.20, in the next page. The summary of performance is in
Table 3.7.
As can be seen in the last row of the table, which shows the maximum QoS
load where all the QoS requirements can be satisfied, we can see that both
architectures using our proposal can accept up to 80% of QoS traffic. However,
the Traditional 8VC-P and Traditional 8VC-B cases can only accept 50% and
60%, respectively.
The reason why performance is worse with table-based WRR traditional
switches compared with strict priorities is that in the WRR case there is a
minimum bandwidth guaranteed for best-effort traffic classes, while in the other
case QoS service levels were allowed to take as much bandwidth as they needed.
Once again, our proposals show that they are very advantageous over tra-
ditional ones. Not only we reduce the number of VCs, but we also improve
performance.
Traffic Class Tr. 8VC-P Tr. 8VC-B New 2VC-P New 2VC-B
Network Control 90% 90% 90% 80%
Audio 90% 90% 80% 80%
Video 60% 70% 80% 80%
Controlled Load 50% 60% 80% 80%
All QoS 50% 60% 80% 80%
Table 3.7: Maximum QoS load with acceptable performance.













































































































































































































% of QoS traffic
Figure 3.20: QoS traffic acceptance scenario with table-based WRR.
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3.6.5. Realistic traffic with mesh scenario
We have repeated the realistic traffic scenario (Section 3.6.3), but n this
case the network topology is a 64 end-nodes three dimensional mesh (Figure
3.21). The routing algorithm is the well known dimension-order routing, which
is deadlock-free [Dally and Towles 03].
There are only two competing architectures: Traditional 8VC and New 2VC.
In this case, all switches have seven ports (except switches at the edges of the
mesh), and total buffer memory is the same in the two alternative designs.
The Figure 3.22 shows the performance of the QoS service levels. In general,
latency results are larger than those obtained with the MIN topology. The reason
is that, on average, a packet has to cross more switches in the mesh topology
than in the MIN topology. Besides, dimension-order routing does not provides
the best load balancing possible in a mesh topology. However, it is the most
widely used routing algorithm used in this type of networks.
Regarding the performance of the two alternative designs we are evaluating,
we can see that our proposal offers the best latency results. As we have discussed
before, the reason is in the buffers.
On the other hand, we repeated this test with strict priority and WFQ sched-
ulers and results were very similar both for Traditional 8VC and New 2VC cases.
We are not going to show these results in the thesis in order to show only the
most interesting plots.
Figure 3.21: 64 end-nodes three dimensional mesh.














































































































































































Figure 3.22: Realistic traffic scenario with table-based WRR and mesh
topology.
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3.6.6. Scalability scenario
In this scenario we perform a scalability study. We observe the results of
varying network size from 64 to 512 end-nodes. We will use synthetic Poisson
traffic. Conclusions with other types of input traffic are similar and we have not
included them for clarity reasons.
In Figure 3.24, we show the scalability of the four cases studied attending
to different parameters. Global throughput is very similar in the four cases,
although our New 2VC-B architecture offers better results due to buffer design.
Regarding latency of service level 0 traffic, the one with the highest bandwidth
assignation, it scales well both in terms of average and maximum latency for the
four architectures.
Figure 3.23 summarizes the trade-offs of using 16 port proposals against 8
port proposals. As can be seen, there is a very noticeable reduction in switch
and link counts and, therefore, in the associated power consumption of the inter-
connection network. This is because 16 port architectures lead to more compact
topologies.
Note that our New 2VC-P proposal offers the best results in terms of latency,
component count, and power consumption. Also, this architecture is able to
handle more QoS traffic than the others, as we saw in the previous scenario. For























Figure 3.23: Advantages of 16 ports proposals, compared with 8 ports
proposals.









































































Figure 3.24: Results for scalability scenario.
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3.6.7. Summary
We have tested table-based WRR switches in this section. The tests were
similar to those performed for strict priorities, but the results were different. In
this case, we have shown that our proposals are very good at doing bandwidth-
based scheduling and, therefore achieved similar results to the performance of
traditional switches.
However, we have also shown that once again, our switches achieve better
performance under heavy QoS load. This is because the management of buffers,
which is more flexible in our case. This added to the VC reduction, makes our
proposal a very attractive alternative for switch design.
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3.7. Weighted Fair Queuing Scheduling
In order to offer a complete performance evaluation, we have considered a
third option for the schedulers, the Weighted Fair Queuing (WFQ) algorithm.
There are several reasons for choosing it. In the first place, it is regarded a good
algorithm for QoS provision that can offer both latency and bandwidth results.
Secondly, the PCI AS specification defines three valid schedulers for the
switches, and one of them, the minimum bandwidth egress scheduler, can be
implemented with the WFQ algorithm. For this reason, we believe that it is
interesting to compare its performance with that of our proposals.
In Table 3.8 we have the configuration used by schedulers in traditional
switches and in the end-nodes. The bandwidth assignation is the same that was
used in the previous section.
TC Name WFQ Weight
0 Network Control 0.2500
1 Audio 0.2500
2 Video 0.1875
3 Controlled Load 0.15625
4 Excellent-effort 0.0625
5 Preferential Best-effort 0.046875
6 Best-effort 0.03125
7 Background 0.015625
Table 3.8: WFQ scheduler configuration.
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3.7.1. Initial traffic scenario
We will start the last part of the evaluation section with the same scenario
we used in the previous two. We will use synthetic self-similar traffic for the
evaluation of the following four architectures:
New 2 VCs-P. This architecture has 32 Kbytes per port and 16 ports per
switch.
New 2 VCs-B. This architecture has 64 Kbytes per port and 8 ports per
switch.
Traditional 8 VCs-P. This architecture has 32 Kbytes per port and 16
ports per switch.
Traditional 8 VCs-B. This architecture has 64 Kbytes per port and 8 ports
per switch.
The results are shown in Figure 3.25, in the next page. We can see that
in this case the traditional architectures offer better performance in terms of
latency for the service levels 0 and 1. The reason is that these service levels have
large weights assigned in the WFQ scheduler and these packets are immediately
forwarded in the switches.
On the other hand switches using our proposals cannot do this, similarly
to what happened with the strict priorities scheduler. However, note that the
WFQ algorithm is not trivial to implement. In a real system, the delays and
additional silicon area introduced by the increased complexity could make the
advantages of WFQ worthless.
Finally, the results with our proposal are still valid for high-performance
interconnects, since they are similar to those obtained with more traditional
switches, using table-based WRR scheduling.





























































































































































































































Figure 3.25: Results of buffer organization scenario with WFQ scheduling.
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3.7.2. Trace scenario
In this section, we repeat the trace traffic scenario, but this time using the
WFQ schedulers. The trace used are also compressed with a ×40 factor.
The messages in the trace are evenly distributed into 8 traffic classes, each











Table 3.9: Weights assignation.
In Figure 3.26, in the opposite page, we can see the performance of the
different traffic classes for the same four switch architectures we evaluated in
the previous section. Results for the first four service levels are very similar
regardless of which switch architecture is used.
The points where injection reaches a peak are at 150µs, 250µs, and 370µs.
There we can see that our proposals, New 2VC-B and New 2VC-P, offer lower
latency values than their traditional counterparts, once again due to better buffer
management.















































































































































































































Figure 3.26: Results of trace scenario with WFQ.
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3.7.3. Realistic traffic scenario
The use of synthetic traffic did not offer a good approximation to real system
performance. On the other hand, the trace-based traffic we used does not contain
traffic from multimedia applications. For these reasons, once again we evaluate
the system using a more realistic load.
There are eight service levels, four service levels of QoS traffic: Network
Control, Audio, Video, and Controlled Load ; and also, we have four levels of
best-effort service levels. However, we will focus only on performance of the
QoS service levels.
In this scenario we also study the cumulative distribution function (CDF) of
latency and jitter for an input load of 100%. In this way, in addition to average
values, we can see all the spectrum of performance of packets.
The performance plots can be be seen in Figure 3.27. We can see that
traditional switches improve their performance of Network Control and Audio
traffic, when compared with the results with table-based scheduling. See the
results at Figure 3.19 in page 101.
The reason for this improvement is that in WFQ, Network Control and Audio
packets can be immediately forwarded, while in the case of table-based schedul-
ing, they had to wait for the table to be cycled through until an entry of the
appropriate service level appeared.
Regarding our proposals, since they cannot forward these packets immedi-
ately, they increase average latency by 50% when load is very high. Moreover,
maximum latency results are also worse. However, the results are acceptable in
all the cases, since they stay in the order of µs.
Regarding the rest of the traffic classes, differences between the performance
of the switch architectures studied are very little.




























































































































































































Figure 3.27: Realistic traffic scenario with WFQ scheduling.
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3.7.4. QoS traffic acceptance
In this scenario we want to confirm, with the third scheduler we are using,
if our proposals still offer better performance with a large proportion of QoS
packets. For this purpose, we vary the proportion of QoS traffic, from 10% to
90% of the total available network load. We fill in the remaining bandwidth with
best-effort traffic. Therefore, input links are injecting at 100% of their capacity.
Once again, we will see that the different traffic classes saturate at different
points when using the four architectures. In this way, QoS requirements are
satisfied only up to a certain level of QoS traffic load.
Results are shown in Figure 3.28. Results are similar to those obtained with
table-based schedulers. However, the traditional switches offer slightly better
performance, specially when looking at Controlled Load traffic. This is due to
the advantages of WFQ scheduling over table-based WRR.
There is a summary of results in Table 3.10. Although the traditional
switches have better performance than in the previous section, our proposed
switches still offer better results. This has shown, with another scheduler at
switches and end-nodes, that our proposal is superior due to the flexibility in
buffer management.
Traffic Class Tr. 8VC-P Tr. 8VC-B New 2VC-P New 2VC-B
Network Control 90% 90% 90% 80%
Audio 90% 90% 80% 80%
Video 60% 70% 80% 80%
Controlled Load 60% 70% 80% 80%
All QoS 60% 70% 80% 80%
Table 3.10: Maximum QoS load with acceptable performance.
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Figure 3.28: QoS traffic acceptance scenario with WFQ scheduling.
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3.7.5. Summary
With the last of the three schedulers considered, we conclude our performance
evaluation. When using the WFQ schedulers we have confirmed the main results
that were obtained in the previous sections. These conclusions are the following:
Our proposed switches, even though they only have two VCs, can still
offer traffic differentiation. This is almost as good as the one obtained
with table-based schedulers, and not far from the performance obtained
with strict priorities and WFQ schedulers.
The average and maximum latency of service levels with a high priority
or bandwidth assignation is increased when using our proposal. This is
because more complex architectures can forward immediately this kind of
packets, while in our case they have to wait in the same shared buffer as
other service levels.
When there is a lot of bursty traffic, for instance when the proportion of
video traffic is high, our proposal is clearly superior to traditional designs.
The reason is that in a traditional design the buffer is splitted in many small
parts (VCs), which can only be used for their corresponding service levels.
In our case, many service levels share a larger memory area, which allows
for a better utilization of buffers. This leads to the better performance we
have seen in the previous sections.
The most representative scheduler of current high-performance interconnect
technologies is the table-based WRR. This is proposed in recent interconnect
standards as InfiniBand and PCI AS, for instance. Against this kind of switches,
we believe that our proposal is clearly superior.
When compared with other proposals, like strict priorities and WFQ, there is
the trade-off of the increased latency. However, we still think that our proposal is
more advantageous because of the reduced complexity and increased throughput
performance.
3.8. Conclusions
Traffic class-level QoS support is a popular proposal for high-performance
interconnects. It is usually implemented by means of a VC for each TC. In this
chapter we have shown that this is an inefficient solution.
In this chapter we have also presented our proposal consisting in making the
network elements cooperate, building together ordered flows of packets. Con-
sequently, the switches try to respect the order in which packets arrive at the
switch ports, which is probably correct. This allows a drastic reduction in the
number of VCs required for QoS purposes at each switch port.
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This study has shown that it is possible to achieve a more than acceptable
QoS performance with only two VCs. We reuse at the switches some of the
scheduling decisions made at the network interfaces. This opens up the possibil-
ity of using the remaining VCs for other concerns, like adaptive routing or fault
tolerance. Furthermore, it is also possible to reduce the number of VCs sup-
ported at the switches, thereby simplifying the design, or increasing the number
of ports.
We have proposed a switch design which benefits from that proposal. We
examine its feasibility as a single-chip switch and the hardware constraints that
it would have. We also have compared, through simulation, the performance
of this design with that of more traditional architectures. We have found that
we can provide performance very similar to a more complex architecture, but
reducing the component count of the network.




IN the previous chapters, we have seen that QoS is becoming an attractivefeature for high-performance networks and parallel machines. The reason is
that in those environments there are different traffic types, each one having its
own requirements which must be satisfied.
In Chapter 3, we have seen how to provide QoS at the traffic-class level in
an efficient way. However, there have been proposals for a different kind of QoS
support, which are the flow-level QoS algorithms.
Deadline-based algorithms, which are a sub-set of flow-level algorithms, can
provide powerful QoS provision. However, the cost associated with keeping
ordered lists of packets makes these algorithms impractical for high-performance
networks.
In this chapter, we explore how to adapt efficiently the Earliest Deadline
First family of algorithms to the high-speed network environments. The results
show an excellent performance using just two virtual channels, FIFO queues,
and a cost feasible with today’s technology.
4.1. Flow-Level QoS
We have motivated that the QoS provision is an important feature of high-
performance interconnects. It allows to support a great variety of applications
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with a single network, without harmful influences between the different types
of traffic. Moreover, it allows to provide performance guarantees, which are
demanded by some applications, like multimedia applications.
The two main types of QoS support are per-traffic-class and per-flow support.
The first approach requires the classification of the traffic in traffic classes and
the assignment of one VC per traffic class. The network switches offer a traffic
differentiation based on these traffic classes by applying different scheduling
algorithms at the VC level. In the previous chapter we have seen how to deal
efficiently with this QoS provision, by using just two VCs.
On the other hand, there is also per-flow QoS support, which offers a fine-
grained provision of QoS. It usually requires a flow identifier to be associated
with each packet and per-flow information to be kept at each switch of the
network. This second approach is much more powerful, but it is also so complex
that it has never been implemented in a high-performance environment, perhaps
with the exception of ATM [ATM 95].
In this chapter, we discuss how to obtain most of the benefits of the per-
flow QoS approach within the constraints of high-performance switches. More
specifically, we will propose a novel strategy to emulate the Earliest Deadline
First (EDF) family of algorithms by using just a pair of FIFO queues.
4.1.1. Weighted fair queuing
The Generalized Processor Sharing (GPS) is an output port arbitration algo-
rithm that offers excellent properties regarding QoS provision. GPS is a general
form of the head-of-line Processor Sharing (PS) service discipline [Kleinrock 76].
With PS, there is a separate FIFO queue for each session sharing the same
link. During any time interval, when there are exactly N non-empty queues the
server services the N packets at the head of the queues simultaneously, each
at a rate of 1/N of the link speed. While a PS server services all non-empty
queues at the same rate, GPS allows different sessions to have different service
shares (weights) and services the non-empty queues in proportion to the weights
of their corresponding sessions (Figure 4.1).
PS is an ideal discipline where the server can service N sessions simultane-
ously. In real systems, the server has to transmit one packet at a time. Demers
et al. [Demers et al. 90] proposed a packet approximation algorithm of PS
called Fair Queuing. They show that Fair Queuing provides fair allocation of
bandwidth and offers protection from misbehaving sources.
Parekh and Gallager [Parekh and Gallager 93] demonstrated that, by employ-
ing GPS servers at switches, end-to-end delay bound can be guaranteed to a ses-
sion provided its traffic is constrained at the source by a leaky bucket. They also
proposed a packet approximation algorithm for GPS which they called Packet-
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Figure 4.1: Generalized Processor Sharing.
by-Packet Generalized Processor Sharing or PGPS. It turns out that PGPS is
identical to the weighted version of Fair Queuing or WFQ [Demers et al. 90].
The WFQ was found to be insufficiently accurate when approximating GPS.
For this reason, Worst-case Fair Weighted Fair Queuing or WF2Q [Bennett and
Zhang 96] was proposed.
Nevertheless, WFQ has remained a popular class of service disciplines to pro-
vide tight end-to-end rate and delay guarantees while being fair in how it handles
traffic. The downside is that the implementation of this class of scheduling dis-
ciplines is complex since they need to approximate the operation of GPS. A
number of variants has been introduced (see [Guerin and Peris 99] for a brief re-
view) that simplifies implementation but also reduces the fairness or the quality
of guarantees provided.
4.1.2. Earliest deadline first
With Earliest Deadline First (EDF) algorithm packets are tagged with dead-
lines, which are used for packet scheduling. The deadline of a packet represents
the ideal delivery time of that packet, in order to satisfy the bandwidth and
latency requirements of its traffic flow.
The scheduling in this case is very simple: the packet with the earliest dead-
line is always chosen (Figure 4.2). An advantage of this discipline over the WFQ
variants is that EDF can separate the rate and delay guarantees provided; the
WFQ policies can only provide a rate guarantee and, indirectly through it, a
delay guarantee: a flow that needs very low delays would have to reserve a high
rate.
In order to provide end-to-end guarantees with EDF schedulers, it is neces-
sary to provide additional shaping at each node. This means that a mechanism,
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Figure 4.2: Earliest Deadline First.
like leaky buckets, must limit the amount of consecutive packets injected by one
flow. With this addition it has been shown that the EDF discipline is the most
efficient when guaranteeing end-to-end delays [Georgiadis et al. 94].
Nevertheless, both the simplified WFQ disciplines as well as EDF algorithm
are too difficult to implement since they require separate queues for each flow.
Large packet switches may have to handle 100,000s of flows, making fast hard-
ware implementations of these policies impractical.
4.1.3. Summary
We have reviewed in this section the advantages of per-flow QoS. They can
provide bounds on latency and they can also guarantee bandwidth of individual
flows.
We have also seen that there are two main families of algorithms in this
class: WFQ variants and EDF algorithms. Both are valid to provide adequate
performance, but both classes are also very difficult to implement, due to the
limitations of the switches to handle per-flow information.
4.2. Efficient Flow-Level QoS in High-Performance In-
terconnects
As stated before, there are no available implementations of per-flow QoS
support in high-speed interconnects. The reason is that keeping information
regarding so many flows is impractical.
In this section we propose a switch architecture that implements deadline-
based scheduling in a very efficient way.
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4.2.1. Motivation
The generally accepted solution for QoS provision in high-speed interconnects
is traffic-class level QoS. This is based on aggregating traffic flows from several
applications into a reduced group of service levels. These service levels are
usually assigned to different VCs and some kind of QoS-aware scheduling is
used.
The other family of QoS algorithms, per-flow QoS, is not considered for high-
speed interconnects. We have seen in the previous section that these algorithms
are very powerful, but difficult to implement. If an efficient solution existed
that still was able to provide this powerful per-flow scheduling, it would be
very intersting for cluster and interconnect designers. In the next section we
present our proposal to solve this problem, which we believe accomplishes these
objectives.
4.2.2. Efficient architecture for per-flow QoS support
In a typical cluster environment we have a set of hosts connected through a
high-speed interconnect like InfiniBand or AS. The hosts have enough resources
to maintain per-flow information for the traffic flows they originate. On the other
hand, the switches that make up the interconnect have drastically less resources
and usually cannot maintain more than a few different VCs. Unavoidably, the
interconnect can only support aggregate QoS despite the hosts ability to keep
track of per-flow information. In this work we explore if it is possible to maintain
reasonable traffic differentiation through a very simple interconnect that only
uses 2 VCs at the switch ports.
As discussed above, it is essential to keep the cost of interconnect switches
as low as possible, because even a few VCs may push the cost of the switches
to unacceptable levels. The hosts implement a per-flow EDF type of scheduling
discipline and all the traffic is merged into the two VCs used by the interconnect.
The interconnect switches perform a very simple sorting operation that can be
implemented without the queue management complexity of the EDF scheduling.
The effectiveness of the sorting operation depends on the fact that packets arrive
from the hosts already sorted in priority.
We focus on the following traffic classes:
High-priority low bandwidth control traffic. This traffic has to be delivered
as fast as possible.
High-priority real time traffic that has to be delivered so that it does not
violate its deadlines and, thus, requires a certain amount of bandwidth
availability.
Best-effort low-priority traffic.
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Note that the proposals in this chapter are aimed basically for the same
kind of environment, that is, high-performance interconnects, that the proposals
in the previous chapter. This means that the traffic considered before is the
same that is considered here. However, we organize it in the aforementioned
three traffic classes for clarity reasons and to facilitate the understanding of the
following sections.
We also want to provide further differentiation for different types of best-
effort traffic. We do not aim at providing specific QoS guarantees such as delay
of rate bounds, but we focus on providing sufficient traffic differentiation beyond
the limitations of the 2 VCs in the interconnect. We will show how, thanks to
the scheduling done at the hosts, we can effectively differentiate among multiple
traffic classes.
We want to adapt efficiently the Earliest Deadline First family of algorithms
to a high-speed network. More specifically, we will use a variation of the Virtual
Clock [Zhang 91] algorithm. In our architecture, each packet will carry one tag,
the deadline, which is the cycle in which it is supposed to be delivered to the
final destination host. In order to compute this, the sender host is responsible
to keep some information about the flows with origin in that host.
A flow would be a single connection, like a TCP connection, or traffic from
a single application. Each flow would have the following parameters: source,
destination, a fixed route, and the information necessary to compute deadlines,
which usually would be average bandwidth, but may vary depending on the type
of flow, as we will see later.
In addition to deadline, packets have another tag while they are at the sender
host: the eligible cycle. This indicates the earliest cycle in which a packet is
allowed to get into the network and it is not used in the switches, therefore, it
is not transmitted in the packet header.
A cornerstone of our proposal is to avoid any book-keeping of the flows at
the switches. For scheduling, only the information in the header of packets is
used: the deadline and the routing information.
We use an admission control similar to what is proposed for InfiniBand or
PCI AS. Bandwidth reservation is performed at a centralized point and no record
is kept in the switches. This makes the use of fixed routing mandatory, so that
packets use the route they have reserved.
On the other hand, we have to provide a connectionless or unregulated service
like UDP or ATM’s UBR for best-effort traffic. In this case, we still propose to
use fixed routing to avoid out-of-order delivery, which may happen with adaptive
routing. Although we use fixed routing, the admission control can ensure load
balancing when assigning paths, as opposed to deterministic routing, where there
is only a single path between a given pair of hosts.
For unregulated traffic, a generic flow record is kept in the end-hosts, with
the necessary parameters. In this case, there is no bandwidth reservation and
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there is no guarantee of delivery. However, if we want to support several classes
of best-effort traffic, we can configure several aggregated flows, each one with a
different bandwidth to compute deadlines.
Summing up, we propose to inject packets from hosts using an unmodified
EDF algorithm. However, at the switches we use just two VCs, implemented as
FIFO queues, and apply a scheduling based on the deadlines packets include in
their header.
4.2.2.1. Calculus of deadline
Taking into account the flow parameters, the packets are stamped in the
end-hosts with the deadline tag. In addition, an eligible time tag is also used
while the packet remains in the interface. For most flows, deadline of packet Pi
is
D(Pi) = maximum(D(Pi−1), Tnow) +
L(Pi)
BWavg
where L(Pi) is the length of the packet Pi, Tnow is the host’s clock when the
packet arrives from the application level, and BWavg is the reserved average
bandwidth for this flow. This computation does not consider the number of
hops that a packet needs to reach its destination. However, this is fine in high-
performance networks, where base latency is very short.
Some specialized types of traffic require a different method to compute band-
width. Control traffic needs a latency as short as possible but takes almost no
bandwidth. For this type of traffic, we would use no connection admission and
BWavg would be the link bandwidth. In this way, control traffic gets the maxi-
mum priority.
Multimedia traffic usually consists in bursts of packets followed by silence
periods. Let us assume that we want to transmit a MPEG video sequence
with average bandwidth of 400 Kbyte/s. Moreover, we know that the video
sequence consists in one video frame each 40 milliseconds and the frame size can
be between 1 and 120 Kbytes. For this kind of traffic, an average bandwidth
assignation is not enough because during peak-rate periods it would introduce
intolerable delays. We could use the maximum bandwidth (based on maximum
frame size) to generate deadlines, but in that case two problems arise: first, if
the frame to be transmitted is short, we are introducing unnecessary bursts of
packets. Secondly, the latency of each frame will vary a lot, since it will depend
on the size of frames.
We propose to use the following strategy: the user fixes a desired latency per
frame, for instance 10 milliseconds. Upon reception of a new frame, we compute
the number of network level packets it will generate. For instance, if frame size
is 80 Kbytes and the maximum transfer unit (MTU) is 2 Kbytes, it will generate
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40 packets. In that case, for each packet Pi, deadline is
D(Pi) = maximum(D(Pi−1), Tnow) +
10 msecs
Parts(Fi)
where Parts(Fi) is the number of packets generated by the frame to which Pi
belongs. In this way, every frame will have a latency close to 10 milliseconds,
independently of frame size, and a smooth distribution of packets. This is good
both for avoiding unnecessary bursts in the network and for preventing a lot of
variability in frame latency.
Another central element of our proposal is that the deadline of the packets is
not recomputed at the switches. The main reason is that the ideal implementa-
tion of a high-speed switch is a single chip to minimize delays. That means that
silicon area is limited and there is no space for recording information regarding
all the flows traversing the switch. Moreover, recomputing the deadline would
introduce additional delay and would not introduce any significant benefit in a
high-performance network.
The use of eligible time in the end-nodes is optional, since some traffic classes
do not tolerate being smoothed. When it is used, typically for multimedia traffic,
we propose to compute eligible time of a packet as its deadline minus a fixed
value, the eligibility factor. We have found in our tests that 20 microseconds
works well. In this way, when a traffic flow is smoothed, packets leave the
end-node at most 20 microseconds before their deadline, not earlier (they can
leave later due to competition for the link). This strategy, together with the
aforementioned method to compute deadlines for multimedia traffic, produces
almost constant latency for multimedia frames, which in turn reduces jitter, and
also produces low burstiness, since packets are more evenly distributed.
4.2.2.2. Packet scheduling
Ideally, using deadline-based QoS, each switch would schedule packets imple-
menting an EDF algorithm. However, searching for the packet with the minimum
deadline through all the buffers is not practical. An alternative is to implement
a heap buffer, which always keeps the packet with the lowest deadline at the
top of the queue. A design for this is discussed in [Ioannou and Katevenis 01].
However, the associated cost is not practical for high-speed switches with high
radix (number of ports).
On the other hand, we have observed that, when traffic is regulated (no
over-subscription of the links), the switches can just take into account the first
packet at each input buffer in arrival order. The idea is that traffic coming from
the interfaces has already been scheduled and this traffic is coming in ascending
order of deadline. This being so, it is possible to just consider the first packet
at each queue, in the confidence that packets coming afterwards have higher
deadlines.
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The behavior of the switch would be analogous to a sorting algorithm: if the
switch has as input ordered chains of packets and has to produce at the output
an ordered sequence, it only needs to look at the first packet of each input.
The main limitation of this algorithm is that packets may not always come
ordered from the interfaces. It may happen that when no more low-deadline
packets are available, a high-deadline packet is transmitted, especially if eligible
time is not being used. If the high-deadline packet has to wait in a switch input
queue, and other packets with lower deadline are transmitted from the network
interface, they would be stored after the high-deadline packet in the same queue.
Thus, the arbiter would penalize the low-deadline packets, because they would
have to wait until the high-deadline packet is transmitted. We call this an order
error situation.
The order error situation, alongside with the eligibility time feature, are il-
lustrated with an example at Figure 4.3. Let us assume that at a given host,
there are two applications injecting traffic: a multimedia application and a con-
trol application. At a certain point there are several multimedia packets waiting
for injection and no control packet at the host. In T = 4, the first multime-
dia packet can proceed because actual time, 4, plus the eligibility factor, 3 in
this example, is less or equal than the packet’s deadline, 7. In the same way,
in T = 9, next multimedia packet can proceed. However, in T = 11 a control
packet is generated and immediately forwarded. In that case, there is an order
error because the deadline of the control packet is smaller than the deadline of
the preceding multimedia packet in the switch buffer. Also note that, the max-
imum magnitude of order errors is the eligibility factor, 3 in this example. In
our simulations, we use 20 microseconds obtaining good performance.
Order errors will violate our assumptions and degrade the service offered to
the low-deadline packets. We will analyze this problem and how to attenuate it,
later. Note that there is no chance for starvation since traffic is regulated and
there is enough bandwidth guaranteed for QoS-requiring flows.
On the other hand, there is also unregulated (best-effort) traffic that could
interfere with the regulated traffic. This is the reason why we propose to use
two different VCs: one for regulated traffic and the other for non-policed traffic.
The regulated traffic has absolute priority over the best-effort traffic. Therefore,
we can guarantee that regulated traffic will not be delayed by congestion and
still accept best-effort traffic to make use of the remaining bandwidth.
There are also two VCs at the end-hosts, but packets are always in deadline
order. In the regulated traffic VC, we propose two queues (Figure 4.4), one
feeding the other. In the first queue, packets are stored in ascending eligible
time. As soon as the first packet in the queue is eligible, it goes to another
queue where packets are sorted according to ascending deadlines. Packets are
injected from this queue as soon as the link is available and there are enough
credits. On the other hand, packets in the best-effort VC are also sorted by
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Figure 4.3: Example of order error.
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Figure 4.4: QoS packet queues at end-nodes.
deadline. They are injected only when the link is available, there are credits,
and the regulated traffic VC has no packets ready to inject (there might be
packets waiting for eligible time).
4.2.2.3. Clock synchronization
In a first glance, precise clock synchronization between the end-hosts would
be needed for the viability of our proposal. However, we can avoid synchroniza-
tion with a simple strategy. The deadlines we are computing consist in a base
time value, linked to local clock, plus some additional time to reach the desti-
nation. By subtracting local clocks, we would have the time to reach the final
destination (TTD). This value has the advantage of not needing any synchro-
nization of clocks. The host indicates that a packet has to reach its destination
before n milliseconds instead of the absolute time to do the same.
The problem is that this value would change every clock cycle, which is
undesirable. However, we can reconstruct a packet’s deadline by adding the local
clock again. Therefore, our strategy would be the following: Packets receive a
deadline in the hosts and are stored as usual. When a packet is about to leave
a host or switch, the TTD is computed:
TTDi = Di − Tlocal
where Tlocal is the local clock at the host or switch the packet is leaving. When
the packet arrives at the next switch, the deadline is reconstructed adding to
the TTD of the packet the new local clock. This deadline is used for scheduling
locally and, when the packet is chosen to be transmitted, a new TTD is computed
and put in the packet header.
Regarding eligibility time, when this feature is active, no smoothed packet
can leave the interface with a TTD higher than the eligibility factor. For in-
stance, in the simulations, multimedia packets have a maximum TTD of 20
microseconds. This also bounds the number of bits necessary to store the TTD
at the packet header.
The only drawback of this proposal is that the CRC of the header would be
needed to be recomputed at each hop. This is because a packet’s TTD will be
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changing with each hop. However, other fields of the header also change with
each hop, for instance the pointer to the next hop in PCI AS’s source routing,
and so, recomputing of the CRC of the header is usually necessary anyway.
4.2.3. Improved architecture
We have observed through simulation that the performance achieved by the
previous proposal is similar to having full ordered queues. However, the latency
of the most demanding flows may be increased as much as 25% due to order
errors. To attenuate this effect, we propose an improvement to this proposal.
Figure 4.5: New buffer structure for the switch ports.
The key idea consists in splitting in the switches the regulated traffic VC
into two FIFO queues (Figure 4.5). These queues dynamically share the space
assigned to the VC and, potentially, both queues can grow up to all the available
space. One of these queues is the ordered queue and the other is the take-over
queue. When a packet arrives, its deadline is compared with the deadline of the
packet in the last position of the ordered queue. If the new packet has a higher
deadline, it is put in the ordered queue. If the deadline is smaller, the packet
goes to the take-over queue.
The dequeuing algorithm is very simple: the packet chosen to be transmitted
is always the one with the smallest deadline of both queue heads. In this way, we
give low-deadline packets a chance to advance over packets with a high deadline.
With this algorithm the amount of order errors is not completely eliminated,
but greatly diminished, as we will see in the performance evaluation.
This improvement to the buffer ports does not introduce out-of-order delivery.
The demonstration can be found in the next section. Note that out-of-order
delivery to the destination means that packets from a particular flow do not
arrive in the same order in which they were injected from the source end-node. As
opposed, when we talk about order errors, it means that packets from different
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flows are put in a queue out-of-order of deadline tags. Therefore, out-of-order
delivery has to be avoided because it would require re-order buffers at the end-
nodes, which are expensive. On the other hand, order error simply means that
sometimes the scheduler will not choose the packet with the earliest deadline. In
the latter case, some packets would be delayed, but no special hardware would
be needed.
4.2.3.1. In-order delivery
In this section we are going to prove that the improved structure for the QoS
VC of the switches does not introduce out-of-order delivery. Note that this is an
important issue: in many high-speed standards out-of-order delivery is explicitly
forbidden (for instance, in PCI AS). Firstly we indicate the notation in Table 4.1,
introduce several initial hypotheses, and present the enqueuing and dequeuing
algorithms. Finally, we prove some theorems.
U Upper queue (Take over queue)
L Lower queue (Ordered queue)
Ui
Packet at position i in the U queue. (i = 1, packet
at the front of the queue)
Li
Packet at position i in the L queue. (i = 1, packet
at the front of the queue)
mU Number of packets in the U queue at a given moment
mL Number of packets in the L queue at a given moment
D(p)
Deadline function. D(Li) is the deadline of the ith
packet of the L queue
nF Number of packet flows
F 1, ..., FnF Packet flows
npj Number of packets of the jth flow
F jnpj , ..., F
j
1
Individual packets of the flow F j in the generation
order and, thus, in arrival order. F j1 is the packet at
the first position
Dep(p) Time at which packet p leaves the system
I(p) Arrival time of the packet p at system
Table 4.1: Notation.
Initial hypotheses
Two conditions are accomplished by every flow:
D(F jk ) < D(F
j
k+1) 1 ≤ j ≤ nF , 1 ≤ k < npj , npj ≥ 2 (4.1)
I(F jk ) < I(F
j
k+1) 1 ≤ j ≤ nF , 1 ≤ k < npj , npj ≥ 2 (4.2)
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Intuitively, the previous expressions say that packets from a flow arrive ordered
at the system and they have increasing deadlines.
Now, we will formally define the enqueuing and dequeuing algorithms:
Definition 1. (Enqueuing algorithm) Enqueuing of an incoming packet p works
as follows:
If both queues are empty, store p in the L queue.
If there are mL packets in the L queue
• If D(p) ≥ D(LmL) store p in the L queue.
• Else, store p in the U queue.
Note that incoming packets always have space in the system due to the credit
flow control. Also note that the two queues can dynamically take all the memory
allowed for the VC and, therefore, it is not possible for a queue to become full
while there is space in the other queue.
Definition 2. (Dequeuing algorithm) The algorithm for removing packets works
as follows:
If both queues are empty, there is no packet to choose.
If there are packets only in the L queue, L1 is chosen.
If there are packets in both queues, the packet with the smallest deadline
between D(L1) and D(U1) is chosen.
A situation where there are only packets in the U queue is not possible
(Lemma 1).
With respect to the flow control mechanism, the following possibility could
arise: if two packets are available and D(U1) < D(L1) but L1 is smaller (in bytes)
than D(U1) and there are only credits for L1, the latter would be forwarded out of
order in case both belonged to the same flow. This would corrupt the dequeuing
discipline, but we prevent this by imposing the condition that only the packet
with the smallest deadline of the potential two available is checked for credits
and, thus, for transmission.
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Definition 3. (Out-of-order delivery) Out-of-order delivery occurs if packets
from an individual flow leave the system in a different order from arrival order.
Therefore, there is out-of-order delivery iff
∃ j, k / Dep(F jk ) > Dep(F
j
k+1) 1 ≤ j ≤ nF , 1 ≤ k < npj
In the following, we are going to prove several theorems, some of them more
or less intuitive, which will permit us to prove that, given the previous enqueuing
and dequeuing algorithms, out-of-order delivery is not possible in our proposed
queue system.
Theorem 1. Packets in the L queue are in deadline order.
D(Li) ≤ D(Li+1) 1 ≤ i < mL, mL ≥ 2
Proof: By reductio ad absurdum: if packets in the L queue are not in deadline
order
∃ i / D(Li+1) < D(Li) 1 ≤ i < mL
but that would contradict the enqueuing algorithm, which only stores a packet
in the L queue when its deadline is higher than or equal to that of the last packet
in the queue. Since packets can only leave the queue in a FIFO discipline, this
order is preserved by the dequeuing algorithm. 2
Theorem 2. The packet with the highest deadline in the two queues is always
the last packet in the L queue.
D(Li) ≤ D(LmL) 1 ≤ i ≤ mL
D(Uj) < D(LmL) 1 ≤ j ≤ mU
Proof: The first part of the theorem follows from Theorem 1.
On the other hand, packets in the U queue always have a smaller deadline
than the last element of the L queue. Following the enqueuing algorithm, in
the event of a new packet arriving with a larger deadline than the maximum, it
would be stored in the last position of the L queue and would become the new
maximum deadline.
2
Corollary 1. LmL is always the last element to leave the system.
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Proof:
No packet Li, i 6= mL, in the L queue can leave earlier due to the FIFO
discipline. On the other hand, since all the packets in the U queue have a smaller
deadline than LmL (Theorem 2), they cannot leave earlier than it with the
dequeuing algorithm given, which always chooses the packet with the minimum
deadline.
2
Lemma 1. A situation where there are only packets in the U queue is not
possible.
Proof: A situation where the L queue is empty and the U queue has packets
cannot be obtained from having both queues empty since the enqueuing algo-
rithm indicates that if the two queues are empty and a packet arrives, the packet
is stored in the L queue.
Hence, an empty L queue and U queue with packets could only arise from a
situation in which both queues have packets and dequeuing takes place in both.
However, from Theorem 2, the packet with the highest deadline is in the L queue
and thus all the packets in the two queues will leave before the former and U
queue will become empty before L queue. 2
Theorem 3. There is no out-of-order delivery. Formally,
Dep(F jk ) < Dep(F
j
k+1) 1 ≤ j ≤ nF , 1 ≤ k < npj , npj ≥ 2
Proof: Since arrival of packets is ordered, conflicts can only arise if F jk+1
manages to overcome F jk while it is still waiting at the system. That means that
we have to study the cases where both packets are stored in the queues. Let’s
analyze the different possible cases:
When they arrive, both F jk and F
j
k+1 go to the same queue, either L or U .
In this case, they leave in arrival order because both U and L queues are
FIFO queues. Since they arrived ordered (Eq. 4.2), they leave ordered.
Upon arrival, F jk goes to the L queue and later F
j
k+1 goes to the U queue.
This may happen if D(F jk ) is the maximum deadline at the arrival time,
but before of the arrival of F jk+1 at least one packet p arrives with D(p) >
D(F jk+1).
¿From Theorem 1 we know that the L queue is ordered and from dequeuing
algorithm when F jk+1 is ready to leave, it means that its deadline is smaller
than that of any packet in the L queue. Since D(F jk ) < D(F
j
k+1) (Equation
4.1), it is sure that packet F jk already left and the order is preserved.
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When they arrive, F jk goes to the U queue and later F
j
k+1 goes to the L




LmL is the last packet in the L queue when F
j
k is stored in the U queue.
From Theorem 2, LmL has a higher deadline than any packet in the U
queue at that moment, including F jk . Therefore, it will leave later than
all those packets: to leave earlier it would need to be compared with a
packet from the U queue with a higher deadline, but this is not possible.
In consequence, it is true that:
Dep(F jk ) < Dep(LmL)
Since F jk+1 is positioned in the L queue behind LmL (maybe with other
packets between), it cannot leave earlier (FIFO queuing) and, therefore, it













In this section we have proposed an efficient architecture to provide per-flow
QoS in high-speed interconnects. It is based on taking advantage of the implicit
information in the order at which packets are injected by end-nodes.
We have also shown an improved design, aimed at reducing the impact of
order errors. As we will see in the following, we obtain a performance almost as
good as an ideal architecture with random access buffers.
4.3. Performance Evaluation
In this section we will evaluate the performance of our proposal for per-flow
QoS support in high-speed interconnects. The methodology will be very similar
to that of the previous chapter and, therefore, we will use an interconnection
simulator.
The network used to test the proposals is again a butterfly multi-stage inter-
connection network (MIN) with 128 end-points. The actual topology is a folded
(bidirectional) perfect-shuffle. We have chosen a MIN because it is a common
topology for clusters. Although not included here, we have also tested direct
138 Chapter 4 Efficient Flow-Level QoS Support
networks (torus and meshes) obtaining similar performance. The switches use a
combined input and output buffer architecture, with a crossbar to connect the
buffers. We use virtual output queuing at the switch level, which is the usual
solution to avoid head-of-line blocking.
We will evaluate five different architectures:
Traditional 2 VCs. A traditional switch architecture with some QoS sup-
port. This is based on the PCI AS specification and provides two VCs to
distinguish between two broad traffic categories. It also has CAC, but no
traffic smoothing (it is work-conserving).
Traditional 4 VCs. A more advanced switch architecture, also based in
PCI AS specification. In this case, there is a VC per-traffic class (four in
our study). Also, we have implemented token buckets for multimedia and
best-effort traffic, in order to alleviate the problems with bursty traffic.
Ideal. An ideal switch architecture based on our EDF algorithm. This
implements two VCs (regulated and unregulated traffic), but each one is
a heap queue which always keeps at the top the packet with the highest
deadline. Order errors would not happen in this case but the implemen-
tation of this architecture would be unfeasible due to the kind of buffers.
However, it is a good reference to compare with.
Simple 2 VCs. A simple switch architecture based on our first proposal
(presented in Section 4.2.2). This emulates the previous ideal architecture,
but, since order errors are possible, performance will be degraded.
Advanced 2 VCs. The improved version of the previous architecture. This
implements the take-over queue proposed in Section 4.2.3.
In all the cases, the switches implement 16 ports and 8 Kbytes of buffer per
VC. In our tests, the link bandwidth is 8 Gb/s. The remaining parameter values
are picked from the AS specification. In general, all the parameters used in the
simulations are quite typical for high-speed interconnects.
The CAC we have implemented for QoS-requiring traffic is a simple one,
based on average bandwidth requirements. Each connection is assigned a path
where enough bandwidth is assured. The CAC guarantees that less than 70%
of bandwidth is used by QoS traffic at any link. The other 30% of available
bandwidth will be used by unregulated traffic. We also use a load-balancing
mechanism when a QoS connection is stablished, which consists in assigning the
least occupied route among the possible paths.
Table 4.2 presents the characteristics of the traffic injected in the network.
We follow the recommendations of The Network Processing Forum Switch Fabric
Benchmark Specifications [Elhanany et al. 05]. We have considered a mix of
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Name % BW Application frame Notes
Control 25 [128 bytes, 2 Kbytes] Small control messages
Multimedia 25 [1 Kbyte, 120 Kbytes] 3 Mbyte/s MPEG-4 traces
Best-effort 25 [128 bytes, 100 Kbytes] Self-similar internet-like traffic
Background 25 [128 bytes, 100 Kbytes] Self-similar low-priority traffic
Table 4.2: Traffic injected per host.
QoS-requiring traffic flows and best-effort flows. In this way, the workload is
composed of 2 different traffic classes: two QoS traffic classes and two best-effort
traffic classes. Note that there are many individual flows of the four categories,
each one with the characteristics shown in the table. We have also tested our
proposals using the traffic load presented in the previous chapter.
Control traffic models traffic from applications that demand a latency as
short as possible. Since it has a connection-less nature, it is not subject to the
CAC or the load-balancing. Multimedia traffic consists in actual MPEG video
sequences, transmitted through the network. Best-effort traffic classes, Best-
effort and Background, are not subject to CAC or smoothing. For this reason,
they can saturate network links and impact performance. These traffic classes are
modelled with self-similar traffic, which is composed of bursts of packets heading
to the same destination. The packet size is governed by a Pareto distribution,
as recommended in [Jain 91].
4.3.1. Simulation results
The next sections contain the scenarios we have tested for this performance
evaluation. The main advantage of deadline-based scheduling is that a fine-
grained QoS can be offered. In this way, we will see that video sequences obtain
constant latency, due to the use of these deadlines. Moreover, control traffic
achieves very short latencies, while best-effort traffic obtains high-throughput,
mostly because we have eliminated the bursts of video packets.
We will study the following scenarios:
Video scenario. We study if our proposals work properly with several
different video traces.
Mixed traffic scenario. In this case, we combine video and control traffic.
Realistic traffic scenario. We repeat this scenario that we proposed in the
previous chapter and compare the performance of the new switches.
QoS traffic acceptance. We test the scalability of our proposals by varying
the amount of QoS traffic injected.
Let us start with the first of them.
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4.3.2. Video scenario
In this scenario, we show how our proposal for efficient deadline-based schedul-
ing works with video traffic. For this purpose, we use four different kinds of video
sequences, with different properties, that are injected into the network.
The sequences were chosen because they are popular in the evaluation of
video performance [Vid]. They are the following:
Name CIF/QCIF Bandwidth
Highway QCIF 0.492 Mb/s
Paris CIF 3.42 Mb/s
Mobile CIF 9.71 Mb/s
Funny CIF 13.00 Mb/s
Table 4.3: Video sequences for performance evaluation.
In the deadline-based architectures, we use the QoS VC for the four groups
of video sequences, and we use 50% of injection capacity in this way. The rest
is used by best-effort traffic.
On the other hand, we also use, for comparison purposes, a 8 VC architecture,
with a VC for each of the service levels (four video plus four best-effort).
As we can see at Figure 4.7, performance is exactly the same for any video
sequence and load for the deadline-based architectures. By using the deadline
tags and the eligibility time, we are able to obtain a latency of 10 milliseconds
for every video frame (individual packets have much shorter delays).
On the other hand, the traditional architecture offers variable performance,
which depends on the traffic load and on the characteristics of the video sequence
being transmitted. Moreover, due to the burstiness of video traffic, performance
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Figure 4.6: Throughput of best-effort traffic classes.










































































































































































































Figure 4.7: Results of video scenario with deadline-based scheduling.
142 Chapter 4 Efficient Flow-Level QoS Support
4.3.3. Mixed traffic scenario
In this scenario we mix video traffic with control traffic in the same VC. In
this way, we want to see if this control traffic is not affected by the video packets.
In Figure 4.8, we can see the performance of the most delay-sensitive traffic
class we are considering, Control traffic. The best results correspond to the
Traditional 4 VCs case. This is because, in this case, Control has its own VC
and maximum priority. On the other hand, EDF architectures also have good
performance. We can see at the bottom of the Figure that our simplest proposal,
Simple 2 VCs, increases maximum latency up to 15% compared with the Ideal
case. On the other hand, the Advanced 2 VCs proposal has almost the same
behavior as the Ideal case. Finally, the Traditional 2 VCs case has very bad
performance.
Regarding the performance of Multimedia traffic, when using the method
we propose to compute deadlines, the average latency of video frames is almost
exactly 10 milliseconds (the value configured as desirable latency). Note that
latency results refer to full transfers and not to individual packets (i.e. latency
is for each frame of the video sequence). Looking at the CDF of latency, we
notice that there is little variation in latency for EDF-based architectures (the
probability of a latency of 10 milliseconds is more than 99%). On the other hand,
latency can vary considerably when using traditional architectures, which would
introduce a lot of jitter, as can be seen in the figure. Note that the Traditional
4 VCs case increases latency compared with the Traditional 2 VCs case due to
the use of token buckets.
Finally, the figure also shows the performance in terms of throughput of the
two best-effort classes we have considered. For the Traditional 2 VCs case both
classes look the same (they share VC 1) and, thus, receive the same performance.
On the other hand, the EDF-based architectures can label each packet with
deadlines according to the reserved bandwidth of each flow. In this way, not only
can we differentiate multiple classes within a single VC, but we can guarantee
minimum bandwidth if we are careful assigning weights to the different best-
effort flows. Finally, the Traditional 4 VCs case is able to offer differentiation,
but the achieved throughput is not as good as with the EDF architectures. The
reason is that, although using token buckets, they have to be configured to allow
peak rate of video transfers and, therefore, they alleviate but not completely
eliminate the burstiness of Video traffic.
We can conclude that EDF-based architectures are clearly superior to a tra-
ditional two classes QoS. Note that the cost of these architectures is similar,
except the Ideal architecture. Using our proposals, the only difference is a slight
increase of latency for Control traffic compared with the Traditional 4 VCs ar-
chitecture.



















































































































































Figure 4.8: Results of mixed traffic scenario.
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4.3.4. Realistic traffic scenario
In this scenario we use the same traffic pattern we used in the previous
chapter with the VC-based QoS. We compare the performance of our deadline-
based QoS switches with the performance of a traditional 8 VC switch as specified
by InfiniBand or PCI AS.
We will have four service levels of QoS traffic: Network Control, Audio,
Video, and Controlled Load. Also, we have four levels of best-effort service
levels. However, we will focus only on performance of the QoS service levels.
The Figure 4.9 shows the performance of the QoS service levels. Regard-
ing Network Control traffic, we can see that the deadline-based QoS switches
offer the best performance. They can reduce the delay of these packets since
deadline-based scheduling is more appropriate than table-based WRR for la-
tency requirements. Similar results are obtained for Audio traffic.
Regarding Video traffic, we obtain a constant latency of 10 milliseconds (the
value configured as desirable latency). On the other hand, latency varies when
using traditional switches. For that reason, we obtain better jitter results.
In the last row of the figure we have Controlled Load latency results. These
are similar to video results. We also have a throughput plot of the four best-effort
traffic classes. We can see that our proposals improve the obtained throughput,
compared with the traditional switch model.




























































































































































































Figure 4.9: Realistic traffic scenario with table-based WRR.
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4.3.5. QoS traffic acceptance
In this section we evaluate which amount of QoS traffic can be accepted by
each architecture before QoS requirements are not satisfied. Moreover, we can
see the behavior of the three EDF variants we are considering under stressing
QoS load.
In this scenario we vary the proportion of QoS traffic, from 10% to 90% of
the total available network load. We fill in the remaining bandwidth with best-
effort traffic. Therefore, input links are injecting at 100% of their capacity. We
can see that the different traffic classes saturate at different points when using
the five architectures. In this way, QoS requirements are satisfied only up to a
certain QoS load.
In Figure 4.10 we can see Control latency results. For the Traditional 2 VCs
case results are very bad for almost any QoS load. On the other hand, the
Traditional 4 VCs case offers good performance at any amount of QoS traffic,
because Control traffic has its own VC and maximum priority. Finally, the three
EDF architectures, including our two proposals, have good performance up to
a QoS load of 75%. Note that the Advanced 2 VCs case reduces the latency of
this traffic class up to a 20% compared with the Simple 2 VCs case.
Regarding Video traffic, we also see at Figure 4.10 that latency is 10 mil-
liseconds for every video frame using the three EDF architectures up to a load
of 75%. On the other hand, both traditional architectures start losing1 Video
packets at a QoS load of 60%.
Finally, we can observe the throughput of the two best-effort traffic classes we
have considered. In this case, the EDF architectures offer the best performance
for Best-effort. For Background traffic, results are similar in all the cases. When
using the EDF algorithms, more best-effort traffic can be injected in the gaps
left by QoS traffic.
Summing up, EDF architectures provide very good performance for all traffic
classes up to a 75% of QoS traffic (100% network load). On the other hand, tradi-
tional architectures are only able to handle up to a 60% of QoS load with similar
results. Our proposals emulate very well the behavior of an ideal architecture,
even with a lot of QoS traffic.
1 Packets are discarded at the end-nodes after waiting 100 milliseconds for injection.





































































































































































Figure 4.10: Results of traffic acceptance scenario.
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4.3.6. Summary
In this section we have tested our proposal for efficient deadline-based schedul-
ing. In the results, we have shown the superiority of this kind of algorithms.
Moreover, we have also shown that our proposals, which are easy to implement,
offer excellent performance.
Our first attempt, the Simple 2 VCs architecture works very well with video
traffic, but increases the latency of control packets when mixing them with video
traffic. This is fixed with the Advanced 2 VCs architecture, which using a take-
over queue greatly diminishes the problem.
4.4. Conclusions
In this chapter we have explored how to adapt efficiently the Earliest Deadline
First family of algorithms to the high-speed network environments. As far as
we know, no similar attempt has been made since some adaptations of ATM,
due to the cost of using ordered buffers. On the other hand, our proposal is
an architecture which, using FIFO buffers, offers almost the same performance,
even for the most delay-sensitive traffic.
We also have compared our proposals with typical VC-based QoS, as can be
found in recent standards such as InfiniBand or PCI AS. We have seen that, for
similar cost in terms of the silicon area, our proposals offer a much better per-
formance. Achieving similar performance in a traditional multi-VC architecture
would require a larger number of VCs that would significantly increase the cost
of the switches and would limit the applicability to high-speed interconnects.
CHAPTER 5
Integrated QoS Support and
Congestion Management
CONGESTION is a well-known problem in lossless high-performance inter-connects. Congestion dramatically degrades network performance because
it leads to the appearance of head-of-line (HOL) blocking.
In this chapter, we start by reviewing congestion and the proposed solutions
for this problem. As we will see, the most effective traditional proposals require
too many resources for being implemented in large networks.
If we wanted to implement QoS support in addition to congestion manage-
ment, the total implementation cost would be unacceptable. For this reason,
we focus on a novel proposal for congestion management that offers excellent
results. Based on it, we propose an integrated switch architecture that offers at
the same time congestion management and QoS provision very efficiently. This
is possible because we combine our proposal for QoS provision with this recent,
scalable, and efficient proposal for congestion management. As we will see, we
have evaluated the new switch architecture and results are excellent.
5.1. Congestion in High-Performance Interconnects
The interconnection network is becoming the most expensive part of many
current computing and communication systems. In fact, current network com-
ponents are quite expensive compared to processors. Furthermore, power con-
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sumption in current network technologies has increased due to the growing link
speed.
Therefore, both the cost and consumption constraints may limit network
size, making desirable a reduction of network components while keeping constant
the number of end-nodes in the network. However, this solution may lead to a
higher link utilization that may produce serious problems. Traditionally, network
designers overdimensioned the network in order to avoid these problems, but, as
was explained, this solution is nowadays too expensive and power consuming.
Therefore, more clever approximations are needed.
The origin of congestion is contention, which happens when several flows of
packets simultaneously request the access to some network resources (typically,
a switch output port). If the internal speedup of switches is not enough for
attending several requests at the same time, the access to the requested output
port will be granted to only one packet, while the rest must wait. Figure 5.1 (a)
shows a contention situation caused by two incoming flows requesting the same
output port at Switch C. In this example, it is assumed that switch speedup is
1. On the other hand, note that the requested output port may be connected to
an end-node or to another switch.
When contention persists over time, congestion appears. In these situations,
the buffers containing the blocked packets will be filled and the flow control,
in lossless networks, will prevent other switches from sending packets to the
congested ports. Although flow control is essential to avoid discarding packets, it
will rapidly propagate congestion to other switches, as packets stored at some of
their ports will be also blocked. Figure 5.1 (b) shows a congestion situation whose
origin is the contention situation shown in Figure 5.1 (a). In this example, it is
assumed that the network is a lossless one (so, packets are not discarded when
buffers are full), and also that the sources of the contending flows continuously
inject packets into the network. These flows contributing to congestion are
usually referred to as “hot flows”.
In this way, congestion may progressively spread through the network, even
reaching the end-nodes injecting hot flow packets. All the network resources
affected by the spreading of congestion are commonly known as a “congestion
tree”. In a congestion tree, the “root” is the point where the hot flows causing
congestion finally meet, the “branches” are series of consecutive congested points
along any path followed by hot flows, and the “leaves” are the ending points of
each branch. Figure 5.1 (c) shows the final congestion tree that is formed from
the congestion situation shown in the previous examples.
However, the congestion tree shown in Figure 5.1 (c) is a very simple example,
since congestion trees may exhibit very complex dynamics. In fact, congestion
trees may actually evolve in very different ways, depending on traffic patterns
and switch architecture. For example, a congestion tree may grow from leaves
to root and vice versa. Also, several congestion trees may grow independently


















































































































































































































































































Figure 5.1: Contention and congestion in switches of an interconnection
network, reprinted from [Garćıa et al. 06], with permission from the authors.
and later merge, and it is even possible that some trees completely overlap while
being independent.
Congestion degrades dramatically network performance because it leads to
blocked packets that prevent the advance of other packets stored in the same
queue, even if they are requesting free resources further ahead. This phenomenon
is known as HOL blocking, and this may cause that data flows not contributing
to congestion advance at the same speed as congested flows, thereby degrading
network performance. It has been reported that this problem may limit switch
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throughput to 58% [Hluchyj and Karol 88]. In order to address this problem,
implementing a congestion management technique is mandatory.
Although congestion in interconnection networks is a well-known phenome-
non, proposals for managing congestion in modern high-speed networks have not
been satisfactory until recently. Traditional, simple solutions are not suitable for
modern interconnects. For instance, network overdimensioning is not currently
feasible due to cost and power consumption constraints. On the other hand,
more elaborated techniques that have been specifically proposed for solving the
problems related to congestion have not been really efficient until very recently.
5.1.1. Solutions for congestion management
The simplest of the strategies that deal with congestion are the network
overdimensioning and the dropping of packets in congestion situations. However,
none of them are suitable for modern interconnection networks due respectively
to the current network components cost and consumption, and to the lossless
character of these networks.
Other more elaborated proposals try to avoid or eliminate congestion. These
are known as proactive or reactive congestion management techniques. Proactive
strategies are based on reserving network resources for each data transmission,
requiring a traffic scheduling based on network status [Wang et al. 95, Yew
et al. 87]. However, this status information is not always available, and the
resource reservation procedure introduces significant overhead. On the other
hand, reactive congestion management is based on notifying congestion to the
sources contributing to its formation, in order to cease or reduce the traffic
injection from those sources [Vogels et al. 00, Thottetodi et al. 01, Kim et
al. 98]. Unfortunately, these solutions are not quite efficient due to the delay
between congestion detection and notification, which leads to slow reactions of
these strategies.
Other strategies focus on eliminating or reducing the main negative effect
of congestion: HOL blocking. In fact, an effective HOL blocking elimination
would turn congestion harmless. Many HOL blocking elimination or reduction
strategies have been proposed: Virtual Output Queues (VOQs) [Dally et al.
98], Dynamically Allocated Multiqueues (DAMQs) [Tamir and Frazier 92], con-
gestion buffers [Smai and Thorelli 98], etc. Most of these techniques rely on
allocating different buffers for packets with different destinations. By doing this,
packets from different flows will be stored in different queues, avoiding, therefore,
HOL blocking.
In general, traditional HOL blocking elimination/reduction techniques are
scalable or efficient, but not scalable and efficient at the same time. For instance,
the use of VOQs at network level requires as many queues at each port as
end-points in the network, being so an effective but not scalable technique. A
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variation of VOQ uses as many queues at each port as output ports in a switch
[Anderson et al. 93]. So, this technique is scalable, but it does not eliminate
completely HOL blocking (just the HOL blocking at switch level).
Recently, a new HOL blocking elimination technique has been proposed [Du-
ato et al. 05]. This technique eliminates the HOL blocking in a scalable and
efficient way, as we will see in the next section.
5.1.2. RECN (Regional Explicit Congestion Notification)
RECN (Regional Explicit Congestion Notification) [Duato et al. 05,Garćıa
et al. 06] is a new congestion management strategy that focuses on eliminating
the main negative effect of congestion: The HOL blocking. In order to achieve
it, RECN detects congestion and dynamically allocates separate buffers for each
congested flow, assuming that packets from non-congested flows can be mixed in
the same buffer without producing significant HOL blocking. Therefore, maxi-
mum performance is achieved even in the presence of congestion trees.
Currently, the routing mechanism used is the only restriction for applying
RECN on any network technology. This is because RECN requires the use of
some source deterministic routing that makes possible to address a particular
network point from any other point in the network. In fact, RECN has been
designed for PCI Express Advanced Switching (AS) [Adv 05], a technology that
uses source routing. AS packet headers include a turnpool made up of 31 bits,
which contains all the turns (offset from the input port to the output port) for
every switch in a route. Thus, a switch, by inspecting the appropriate turnpool
bits, can know in advance if a packet that is coming through one of its input
ports will pass through a particular network point.
In order to separate congested and non-congested flows, RECN requires ad-
ditional resources both at input and output switch ports. In particular, besides
the standard queue, at each port RECN uses a set of additional queues, called
set-aside queues (SAQs). A port dynamically allocates a SAQ to store packets
belonging to a specific congestion tree once the port detects, or is notified of, the
tree’s existence. When congestion clears, the port deallocates the corresponding
SAQ, making it available to store packets belonging to other congestion trees.
Each switch port stores packets belonging to noncongested flows in its standard
queue. Thus, the normal queue and the set of SAQs share the data RAM at
each port.
RECN uses a content addressable memory (CAM) to manage the SAQs.
Each CAM line contains the control information associated with a specific SAQ.
This information consists of a valid bit (V), indicating whether the SAQ is active;
a turnpool and a bit mask, identifying the root of the congestion tree for which
this SAQ is allocated; a blocked bit (B) for the Xon/Xoff flow control (where
Xon and Xoff are the thresholds for resuming and stopping the incoming flow);
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Figure 5.2: RECN congestion detection and allocation of SAQs, reprinted
from [Garćıa et al. 06], with permission from the authors.
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and a ready bit (R), which indicates whether the SAQ may send packets to the
link controller. Only 65 bits of control information are required per SAQ: 62
bits for the turnpool and bit mask, and the 3 control bits.
Whenever an input or output standard queue receives a packet and fills over
a given threshold, congestion is detected and a RECN notification is sent to
the sender port indicating this situation (Figure 5.2 (a)). RECN notifications
include the turnpool required to reach the congested point from the notified
port. When a port receives a notification, it allocates a new SAQ and fills the
corresponding CAM line with the turnpool received. From this moment, every
packet received in this port will be stored in the newly allocated SAQ if it will
cross the congested point associated to this SAQ (this can be deduced from the
packet turnpool). As non-congested packets are stored in a different queue (the
standard one), the HOL blocking that congested packets may cause is eliminated
(Figure 5.2 (b)).
Furthermore, if any SAQ becomes congested, another notification will be
sent upstream, and the receiving port should allocate a new SAQ (Figure 5.2
(c) and (d)). This procedure can be repeated until the notifications reach the
congestion sources. Therefore, there will be SAQs for storing congested packets
at every point where otherwise these packets could produce HOL blocking (so,
at every branch of a congestion tree).
RECN also detects congestion vanishment at any point, in such a way that
the SAQs associated to this point can be deallocated. Of course, deallocated
SAQs can be re-allocated for newly detected and notified congested points. This
allows RECN to eliminate HOL blocking while using a reduced number of SAQs.
Further details about RECN can be found in [Garćıa et al. 06].
5.1.3. Congestion management and QoS
A high-performance interconnect has to offer many features in order to be
effective. The core of this thesis focuses on the QoS provision, which is very
important if there is a variety of applications sharing the network, and when it
is necessary to offer guarantees on performance.
Another important feature of the network is congestion control. As we have
discussed in the previous sections, a congestion control technique is necessary in
order to achieve the best performance when the network works near the satu-
ration point. This is a desirable situation, since it means that we are obtaining
the best performance with the minimum resources, reducing cost and power
consumption.
When the network designers want to combine different techniques in their
network architecture, it may happen that resources are multiplied and the re-
sulting design is completely unfeasible. For instance, if we want to support 16
VCs for different traffic classes and, at the same time, we want to provide VOQ
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at the switch level, with 16 port switches, the resulting switch design requires
256 queues per switch port, which is not usually possible to implement.
Therefore, the motivation of this chapter is to obtain an integrated solution
for the problems of congestion management and QoS support. We talk about
integration because we want to use the same set of resources for both purposes.
The proposal that we will present in the next section uses the same queues for
congestion management and QoS support, thus being a very efficient solution.
5.1.4. Summary
In this section we have introduced the problem of congestion in high-perfor-
mance interconnects. When the network is working near saturation point, HOL-
blocking may appear. Traditional solutions are either effective but not scalable,
or they scalable well but are not effective enough.
RECN is a novel proposal to solve this problem. It is based on set aside
queues which are used to store congested flows. In this way, traffic flows which
are not introducing congestion are not affected, and maximum performance is
achieved.
Our purpose in this chapter is to integrate this proposal with our proposal
for QoS provision presented in Chapter 3. In this case, as we will see in the
following, we will not use any VCs.
5.2. Integrated QoS Support and Congestion Man-
agement
As we have already mentioned, our proposal tries to exploit the resources
RECN uses for eliminating HOL blocking (as explained above), in such a way
that QoS could also be provided without increasing queue requirements. The
following subsections explain both the minimum changes it is necessary to intro-
duce in the RECN architecture and the criteria that allow to use the modified
architecture for providing both QoS and congestion management.
5.2.1. Proposed architecture
The organization of the switch that we propose consists in a combination of
input and output buffering, which is a usual design for this kind of switches.
Note that all the switch components are intended to be implemented in a single
chip. This is necessary in order to offer the low cut-through latencies demanded
by current applications.
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Figure 5.3: Logical input port organization.
Figure 5.4: CAM organization.
The logical organization of an input port can be seen in Figure 5.3. This
is the standard scheme for a RECN input port, so there are as many detection
queues as output ports (8 in this case1) for storing non-congested packets, and
a group of SAQs for storing congested packets. There are 8 of these SAQs since
it has been shown that 8 or less SAQs are enough for eliminating HOL blocking
almost completely [Garćıa et al. 06]. The use of these queues will be discussed
later. A CAM is required at each input or output port in order to manage the
set of SAQs. The organization of the CAM can be seen in Figure 5.4. Each
CAM line contains all the fields defined by RECN, plus a new field for storing
the service level the corresponding SAQ is assigned to.
Figure 5.5 shows the logical organization of output ports. In this case detec-
tion queues are not necessary, and a unique standard queue is used for storing
non-congested packets. Following also the RECN scheme for output ports, a
set of SAQs (8) is also used at each output port. In addition to this RECN
queue structure, our proposal introduces at the output ports a set of bandwidth
counters, one per service level. These counters must dynamically compute the
difference between the reserved bandwidth and the current bandwidth consump-
tion for each service level, and they will be used for two purposes: firstly, to per-
1 For the sake of simplicity, we assume 8 port switches and 4 service levels. Anyway,
architectures with a different number of ports or service levels could be easily deducted.
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Figure 5.5: Logical output port organization.
form deficit round-robin scheduling at the switches; and secondly, for congestion
detection (both issues will be detailed in the following subsections).
Figure 5.6: Bandwidth counter.
The bandwidth counters’ structure can be seen in Figure 5.6. Basically, their
behavior is the following: each time a block of 64 bytes from a packet2 is sched-
uled to cross towards the output port, the bandwidth counter corresponding
to the service level of the packet is increased by 1. We have assumed a 8-bit
register for implementing the bandwidth counter, so its range of values is from
-8 kbytes to 8 kbytes3. On the other hand, the same register must be automat-
ically decremented at a rate that matches the bandwidth we guarantee to the
corresponding service level. For instance, if 128 Mbytes/s have been guaranteed
to the service level and the internal clock is 100 MHz, the bandwidth counter
must be decreased by one every 50 cycles. This decrease is implemented by
configuring the “Allocated BW” register with the appropriate number of cycles.
When the cycle counter matches the configured cycles, the bandwidth counter
register is decreased by one and the cycle counter is reset. All these operations
2 The unit used in our counter is 64 bytes because in PCI AS each credit is 64 bytes and,
thus, packets come in 64 bytes increments.
3 These values are adequate to monitor instantaneous traffic behavior.
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effectively allow to measure the difference between reserved and consumed band-
width, while they are simple and do not introduce significant delay or require
much silicon area.
5.2.1.1. Switch scheduler
The switch scheduler implements a deficit round-robin (DRR) algorithm
based on the bandwidth counters’ information. This algorithm consists in giving
priority to flows that are consuming less bandwidth than the amount reserved
for them. Following this scheduling, for each packet ready to cross the crossbar,
the scheduler checks the value of the bandwidth counter corresponding to the
output port and the service level of the packet. Afterwards, packets are served
in the order of these registers, first packets with the smallest values and later
packets with higher values.
It is possible to use a simplified version of this scheduler, in such a way that
a threshold value is set, and the scheduler performs two rounds of scheduling:
first, a round for packets with counter values lower than the threshold, and later
another round with the unassigned outputs and the rest of the packets. In our
tests, we used a threeshold of 4 kbytes, which worked fine.
This scheduler needs another feature compared to a typical one. Specifically,
our scheduler requires to know whether a packet is going to be stored in an
output port SAQ. This is known by comparing the turnpool of the packet with
the information at the CAM. In the case of matching, packets can only be
selected if the SAQ is not filled over a certain threshold. By applying this rule,
buffer hogging is prevented.
Moreover, the scheduler does not treat specially packets coming from SAQs.
However, if such packets are contributing to congestion, the bandwidth counter
will have a high value and they will be penalized by the DRR algorithm. On
the other hand, if the packets are no longer contributing to congestion, the
bandwidth counter will have a small value and they will achieve a high priority.
This contributes to empty unnecessary SAQs as soon as possible, allowing so
the deallocation of these SAQs (SAQs must be empty for being dellocated).
5.2.1.2. Congestion management
RECN detects congestion both at input or output ports of switches, always
by measuring the number of packets stored in the queues. Our new proposal also
detects congestion at input and output ports, but in this case these detections
do not depend only on queue occupancy. Specifically, in the new proposal, input
detections happen when a detection queue in an input port fills over (in terms of
stored information) a certain threshold and the value of the bandwidth counter
associated to the packet service level at the requested output port is over another
threshold. The actions to take after a congestion detection at the input port
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are: first, a SAQ with turnpool equal to the output port and the appropriate
service level is allocated in the input port, and, in addition to this, another
SAQ, with empty turnpool but associated to the service level is allocated at the
corresponding output port. These SAQs with empty turnpool (not considered
in original RECN) will store any packet belonging to the associated service
level. This is necessary in order to avoid that packets from a single service level
completely fill an output buffer.
On the other hand, the conditions for a detection of congestion at an output
port are similar. If a packet arrives from an input port, and causes the occu-
pancy of the standard queue at this output port to be over a certain threshold;
and the bandwidth counter of the service level of this packet is over another
threshold; then the detection of congestion takes place. The actions after an
output detection are the same as in an input detection: allocation of two SAQs,
one at the input port and another with empty turnpool (but associated to the
service level) at the output port.
If congestion persists and SAQs start to fill over a certain threeshold (known
as the propagation level), then information about the corresponding turnpool
and service level is propagated backwards the congestion flow, in order to allocate
new SAQs for storing packets belonging to the flow wherever these packets are.
In the case of propagation from a SAQ at an output port, SAQs are allocated
at the input ports that cause the overflow of the output port SAQ. Of course,
these input SAQs will have an associated turnpool with one more hop than the
output SAQ. SAQs with empty turnpools (only allocated at output ports) may
also produce the allocation of SAQs at the input ports, that in this case will
have a one-hop turnpool.
If SAQs at input ports fill over the propagation level, a control packet is
sent to the preceding switch. This packet includes the turnpool and service
level associated to the filled input SAQ, in order to also have an allocated SAQ
associated to this information at the receiving output port.
In this way, there will be SAQs at any point where they are necessary in
order to store congested packets, thereby eliminating HOL blocking. SAQs can
be deallocated when they are not necessary for eliminating HOL blocking at the
point where they are allocated. The conditions for SAQ deallocation are exactly
the same as in RECN [Garćıa et al. 06].
5.2.1.3. QoS Provision
In order to provide QoS guarantees, each traffic class is assigned a percentage
of link bandwidth. For instance, if there are four traffic classes, each one could
be assigned 25%. The total assigned bandwidth must not exceed the bandwidth
of any link. At the end-points, we assume a traditional DRR implementation
with a VC per traffic class, which is something feasible in these devices.
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Provided that end-points implement a QoS policy, and as long as there is no
contention, we have observed that packets pass through the switches in the same
proportions as they are injected into the network. The reason is that the switches
do not introduce any significant delay when links are not oversubscribed.
However, since there is no admission control, it may happen that any link
of the network becomes oversubscribed. In this situation, congestion appears
because at this point, one or more traffic classes introduce more traffic than
their assignation.
A traditional congestion management technique would penalize all traffic
regardless of its traffic class. From this point of view, all packets are equally
contributing to congestion. However, with the bandwidth counters we have
proposed and the switch scheduler we have presented before, only traffic classes
injecting more than their allowance are treated by the congestion management
technique. In this case, this is done by putting “guilty” packets in SAQs. Note
that any traffic class can inject additional traffic if there is unused bandwidth.
Therefore, problems only arise as a consequence of oversubscribed links.
Therefore, QoS guarantees are achieved in the sense that if traffic from a class
is injected up to its allowed bandwidth, it will achieve maximum throughput
and experiment short delay. The scheme proposed for QoS provision uses the
same resources provided for congestion management. Therefore, we can offer a
satisfactory solution for both problems, as we will confirm in the next section.
5.2.2. Summary
In this section we have presented an integrated solution for QoS support
and congestion management. We use two novel, efficient, and cost-effective
techniques both for provision of QoS and for congestion management, that are
combined in a single switch architecture.
This switch architecture is very scalable because it uses a reduced set of
resources, independently of network size. In the following section we will evaluate
this design by simulation to confirm that it is also an efficient solution.
5.3. Performance Evaluation
In this section we will evaluate the performance of the proposal presented in
this chapter. We will use the same simulator developed to evaluate the proposals
of the previous chapters. In this sense, the configuration will be similar, but we
will briefly review it here, remarking the differences with evaluation in previous
chapters.
In most cases, we have supposed a workload of 4 service levels. Each one
has been assigned a guaranteed bandwidth, but, for the sake of simplicity, in
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many cases we assume that each traffic class has been guaranteed 25% of the
link bandwidth.
We have considered a multi-stage interconnection network (MIN) with 64
end-points. We have chosen a MIN because it is a usual topology for computer
clusters. However, our proposal is valid for any other network topology, including
direct networks. Other assumptions, like link bandwidth or packet size, are based
on the AS specifications [Adv 05]. Another assumption is the use of source
routing, since it is needed by RECN.
We have run simulations for several architectures. In all cases, switches have
16 ports. We have considered the following architectures:
VOQ-sw 1 VC. A simple switch design with VOQ at switch level, but
without VCs. In this case, the queues per port are 16.
VOQ-sw 4 VC. An architecture with a VC per traffic class and each VC is
further divided in VOQs at the switch level. The total number of queues
per switch port is 64.
VOQ-net 4 VC. A switch design with classic VOQ at network level and
also a VC per traffic class. This is a complex architecture, since it requires
256 queues per switch port.
RECN+QoS. The switch architecture we have proposed in this chapter.
Since it integrates QoS and congestion management with the same re-
sources, the number of queues per port are 24: 16 detection queues plus 8
SAQs.
Total buffer size per port is 32 KBytes in all cases except when using VOQ
at network level. In this case, queues would be so small using this amount of
memory that performance is unacceptable. In this case, each port implements 8
MBytes of buffer, which is completely unfeasible with current technology. Nev-
ertheless, it is a good reference for ideal performance.
5.3.1. Simulation results
In the following, we will see several tests. In them, we will show the advan-
tages of the different architectures from two different points of view: congestion
management and QoS support. However, validating RECN as a congestion
management technique is out of the scope of this thesis. Consequently, we will
just comfirm that our proposed integrated architecture still offers the expected
performance regarding congestion.
Regarding QoS results, we have stated at the beginning of this chapter that
the aim of this architecture is not to offer strict QoS guarantees, but a com-
promise from the network to offer good performance if traffic injection is inside
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the configured bounds. Moreover, since all traffic shares the same VC, some ad-
ditional delays are unavoidable when the congestion detection takes place. For
instance, to detect that a traffic class is injecting too much, a buffer must be fill
up to a certain level, which implies that packets using this buffer will be delayed
until the SAQs start storing congested packets. Therefore, latency results will
not be as good as if there were a dedicated VC for regulated traffic. Neverthe-
less, this architecture has the advantage of not requiring connection admission
control (CAC) at all.
The scenarios we will study in the following are:
Hot-spot scenario. We test the different alternatives with a static conges-
tion traffic pattern.
Incremental static scenario. This is similar to the previous scenario, but
congestion is persistent in this case, and the load is incremental.
Multimedia traffic scenario. In this case we use dynamic congestion. To
achieve this, we transmit video sequences, which are very bursty.
Multimedia traffic scenario with priorities. This scenario is similar to the
previous one, but we vary the bandwidth assignation of each service level,
to see how we provide QoS in the different switch architectures.
Trace scenario. In the last scenario, we use traffic from traces of a real
system.
Let us start with the first of them.
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5.3.2. Hot-spot scenario
The objective of this scenario is to show that our proposal is able to iden-
tify and isolate congested traffic, just as the original RECN technique. In this
way, traffic from service levels that are injecting less traffic than their reserved
bandwidth should not be affected by this congestion. Moreover, congested traffic
should get at least as much bandwidth as reserved.
For this scenario we have considered a multi-stage interconnection network
(MIN) with 64 end-points. In this network, there is uniform traffic belonging to
four service levels. However, during a small period of time, there is a sudden
burst of traffic towards a hot-spot coming from a single service level. Without
loss of generality, we will assume that this hot-spot is the node 5 and the service
level 1. In this way, in addition to the uniform traffic, some of the interfaces
inject traffic of service level 1 towards end-node 5.
In all the cases, congestion starts at 1000 µs and stops at 1300 µs. In
this way, congestion is a sudden burst of packets towards a single destination.
Moreover, schedulers are configured to assign the same bandwidth to all service
levels (25%). We have considered four variations of this scenario, summarized
in the Table 5.1.
Uniform Congested
Number Sources Destination Rate Sources Destination Rate
1 87.5% Random 50% 12.5% 5 100%
2 87.5% Random 80% 12.5% 5 100%
3 75% Random 50% 25% 5 100%
4 75% Random 80% 25% 5 100%
Table 5.1: Video sequences for performance evaluation.
In Figure 5.7 we can see throughput and latency results for the four hot-spot
scenarios. The best performance corresponds to ideal VOQ at the network level.
However, the RECN+QoS proposal also achieves excellent performance in all
cases. Note that latency is lightly increased for a short period while the congested
traffic is allocated in SAQs. Afterwards, the latency of the uncongested service
levels is not affected.
The VOQ-sw 4VC architecture offered lackluster performance. Even though
the uncongested traffic classes are not affected, the global throughput results are
not very good due to the poor management of congestion. On the other hand,
performace is totally unacceptable when using the VOQ-sw 1 VC case.
From this test, we can conclude that our proposal is able to guarantee band-
width of several traffic classes, even if there is another traffic class generating a
hot-spot.




































































































































































































































Figure 5.7: Results for hot-spot scenarios.
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5.3.3. Incremental static scenario
The purpose of this scenario is to show that the proposed architecture works
even when congestion is not an instantaneous event, but a persistent condition
in the network. In this way, we have two traffic scenarios, one with 12,5% of
congested traffic and the other with 25% of congested traffic. In this way, these
scenarios are similar to that of the previous test, but in this case, congested
traffic is injected all along the simulation.
In the figures that we show for this scenario, the x axis shows traffic load,
measured as the fraction of time that input links are busy and normalized to the
[0, 1] interval.
In the first column of Figure 5.8 we can see the results of the first scenario,
with 12,5% of congested sources. Up to a load of 90%, performance of our
proposal is the same as that of the much more complex architectures, with
dedicated VCs for each traffic class. Once again, the basic switch architecture
with VOQ at the switch level and one VC offers the worst performance.
The VOQ-net 4VC offers better global throughput than the VOQ-sw 4VC
case, due to the more complex architecture. However, our proposal offers even
better throughput. The reason is that our architecture can inject more traffic
from the congested service level.
The results at the right column, corresponding to a 25% of congested sources,
deserve similar comments to those of the first scenario. Therefore, we can con-
clude the our proposal can also identify congested traffic classes even when con-
gestion is persistent.



































































































































































Figure 5.8: Results of progressive static congestion test.
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5.3.4. Multimedia traffic scenario
After studying the performance of the different architectures under static
congestion, we look at results when congestion is a dynamic condition in the
network. In real life, congestion rarely appears regarding a single hot-spot, with
the rest of the traffic behaving properly. Rather, hot-spots appear and disappear
quickly as bursts of packets are injected into the network. An excellent example
of this is multimedia traffic like video sequences.
Video sequences are composed of a set of video frames that are generated at
regular intervals. Compression algorithms produce frame patterns in which some
frames are smaller than others. More specifically, there are intra-coded frames,
which are basically normal pictures compressed with an algorithm like JPEG;
besides, there are inter-coded frames, which only encode the differences with
some neighbor frames. Therefore, frame size presents a lot of variability [Moving
Picture Experts Group 94].
In this way, every 40 ms a long burst of packets is produced. Moreover, if
many of these sources are multiplexed, they can quickly deplete buffers in the
network and lead to a very poor performance.
In this scenario, all traffic will come from video traces of MPEG-4 sequences.
Each sequence has an average throughput of 750 Kbytes/s, but bursts can be as
large as 300 Kbytes. There are four classes of sequences, each with a guaranteed
25% of the throughput.
We can see at Figure 5.9 the performance of the different switch architectures
we are considering. In the throughput results, we can see that our proposal offers
a performance identical to the ideal architecture.
Regarding the VOQ switch architectures, the performance is very bad, with
a peak throughput near 65%. Note that this is even the case of the 4 VC
architecture, which has many more queues than our proposal.
In the figure we also show latency results, both in linear and logarithmic
scale at the y axis. In this case, we can see that the best results are for our
RECN+QoS architecture, even better than the VOQ-net case. The reason is
that our RECN+QoS proposal is able to cope better with congestion at any
point in the network, while VOQs are designed to handle congested end-nodes.
As a consequence, large bursts of packets (like big video frames) progress faster,
and hence our proposal obtains the best frame-level latency results.
We can conclude that our proposal is prepared to handle very difficult traffic,
like multimedia traffic.

































































Figure 5.9: Results for multimedia traffic scenario.
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5.3.5. Multimedia traffic scenario with priorities
Up to this point, we have shown that our proposal handles congestion prop-
erly. Moreover, it is able to isolate one traffic class from the others, in such a way
that it can get a guaranteed minimum throughput at every link. In this scenario
we vary weights of the traffic classes. This is done by configuring the weights
in our switches and by assigning different number of table entries in traditional
switches. As can be seen in the Table 5.2, we will use four different bandwidth
assignations for the four traffic classes.
Traffic Class Bandwidth Percentage Table Entries
Class 1 3 Gbit/s 37.5% 24
Class 2 2.5 Gbit/s 31.25% 20
Class 3 1.5 Gbit/s 18.75% 12
Class 4 1 Gbit/s 12.5% 8
Total 8 Gbit/s 100.0% 64
Table 5.2: Scheduler configuration.
In this test we will inject also multimedia traffic, just like in the previous
test. In this way, in addition to varying priority, we also have a very bursty
traffic to be handled by the switches.
Despite the bandwidth assignations, exactly the same amount of traffic is
injected from every class (25%). In this way, we should see that the classes 4
and 3 are the first to get congested, while class 1 is not affected.
The performance results of the different architectures are shown in Figure
5.10. In the first column we have the latency results and in the second column
we have the throughput results. Once again, our proposal offers performance
identical to ideal architecture regarding throughput. We can also appreciate the
differentiation of the four traffic classes. We can see that classes 1 and 2 obtain
100% throughput while classes 3 and 4 get congested earlier. Note that all these
traffic classes share the unique VC.
Regarding the VOQ switch traffic classes, they obtain very poor performance,
similar to that of the previous test. Note that even the VOQ-sw 1VC obtains
some differentiation between the four traffic classes. This is because we are
considering ideal network interfaces in all the cases, with as many queues as
traffic classes times network destinations.
Finally, the latency results are as expected from throughput results. Note
that, once again, the best latency performance corresponds to our proposed
architecture.

























































































































































































Figure 5.10: Results of multimedia traffic with different weights.
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5.3.6. Trace scenario
The purpose of this scenario is to test the performance of our proposal using
traffic from traces taken in a real network. This traffic is the same used in
the previous chapter. Briefly, this traffic comes from I/O system from Hewlett-
Packard Labs.
Since the traces are a bit old, a compression factor is applied in order to obtain
a traffic load more appropriate for nowadays technology. More specifically, we
have used ×32 and ×40 compression factors.
In order to simulate several service levels, we have distributed randomly the
messages into four traffic classes. These traffic classes have a 25% bandwidth
reservation each one.
The performance results can be found in Figure 5.11. In the first row, we
see performance under ×32 compression factor. We observe that both VOQ-net
and RECN-QoS architectures offer the best performance in terms of latency and
troughput results.
When we test the performance under a heavier load, this time a compression
factor of ×40, we can find similar results. In this way, we confirm that our





































































































Figure 5.11: Results of trace scenario.
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5.3.7. Summary
In this section we have tested our proposal for integrated QoS and congestion
management. We have used a variety of scenarios, with different types of load,
including static and dynamic hot-spots, multimedia traffic, and traces from a
real system.
We have obtained excellent results in both QoS provision and congestion
management. Regarding QoS, we have seen that our proposal can efficiently
isolate the traffic of each service level, in such a way that each one can obtain
its guaranteed throughput, regardless of the behavior of the other service levels.
Moreover, latency results are better when using our proposal than when using a
much more complex VOQ-net architecture.
Regarding congestion management, the performance was excellent when we
injected static hot-spots. Moreover, this behavior continued when we introduced
dynamic hot-spots and trace traffic.
This outstanding performance was achieved with a cost-effective architecture,
which integrates the QoS and congestion management mechanisms in an efficient
way.
5.4. Conclusions
Due to cost and power consumption constraints, current high-speed inter-
connection networks cannot be overdimensioned. Therefore, some solutions are
needed in order to handle the problems related to high link utilization. In
particular, both QoS support and congestion management techniques have be-
come essential for achieving good network performance. However, most of the
techniques proposed for both issues require too many resources for being imple-
mented.
In this chapter we have proposed a new switch architecture able to face the
challenges of congestion management and, at the same time, QoS provision, while
being more cost-effective than other proposals, since it uses the same resources
for both purposes.
According to the results presented in this chapter, we can conclude that our
proposal can provide an adequate QoS while properly dealing with congestion.
In our proposal we use advanced techniques for the buffer management, which
allow a good performance under heavy and unbalanced load, while still providing
appropriate QoS levels. Since all this is achieved with a reduced number of
resources, this architecture would also reduce network cost.
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CHAPTER 6
Conclusions and Future Work
IN this chapter we summarize and conclude this thesis. Firstly, we will pointout the main contributions of our work, which are the most interesting con-
clusions. Afterwards, we show a list of the publications that have been derived
from our work. Finally, we discuss which are the tasks that could be developed
as future work.
6.1. Conclusions and Contributions
At the beginning of this work, we set a number of objectives. These were
summarized in Section 1.4 in page 4 and now we review them and show in which
degree they have been accomplished.
1. Study of previous work. During the development of this thesis, a deep un-
derstanding of the operation of high-performance interconnects and quality
of service has been achieved. A summary of this study can be found in
Chapter 2.
2. Develop a simulation tool to model high-performance networks. A tool
that fits the requirements of this thesis was developed alongside with the
researcher Raúl Mart́ınez. This tool is a development of previous simula-
tion tools used in the research group during many years.
3. Identify the sources of redundancy in QoS-provision proposals. We have
shown in Chapter 3 that assigning a virtual channel per traffic class is
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an important source of redundancy in the quality of service mechanism of
interconnection networks.
4. Propose an efficient network architecture to provide QoS in high-speed
interconnects. This was achieved also in Chapter 3. We proposed a number
of techniques to provide full QoS support with just two VCs, for several
types of scheduling.
5. Evaluate this proposal from the implementation point of view, considering
how much silicon area, power consumption, and delay are introduced when
using this proposal. This was achieved with the estimates provided in
Section 3.3.
6. Evaluate this proposal from the performance point of view. We did a thor-
ough evaluation of our proposals in sections 3.5, 3.6, and 3.7. We took into
account three types of schedulers, several types of traffic, including traces
from real systems and video sequences, and different switch architectures.
7. Propose an efficient QoS-provision at the individual flow level, instead
of just considering a few traffic classes. In Chapter 4 we accomplished
this objective. We proposed a new technique for efficiently implementing
deadline-based algorithms in high-performance networks, we evaluate it,
and we even proposed some improvements that made its performance very
close to that of ideal systems.
8. Propose an integrated framework of QoS-provision and congestion man-
agement. The last part of the thesis, in Chapter 5, addressed this objec-
tive. We also performed an exhaustive performance evaluation and showed
promising results.
Therefore, we consider that all the objectives initially proposed are satisfac-
tory accomplished.
6.2. Publications
The different proposals, developments, and results compiled in this thesis
have yield to several articles that have been published in journals or presented or
published in proceedings of international conferences. In the following, we show
all these publications and give a brief description of their main contributions.
We have organized the publications in the same three categories as this thesis.
Inside each category, we use a chronological ordering.
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6.2.1. Efficient traffic class-level QoS support
Providing Full QoS Support in Clusters Using Only Two VCs at the
Switches
Alejandro Mart́ınez, Francisco J. Alfaro, José L. Sánchez, and José Duato.
Publication: Lectures Notes in Computer Science
Book: Proceedings of 12th IEEE International Conference on High Per-
formance Computing - HiPC
Publisher: Springer-Verlang
I.S.B.N.: 3-540-30936-5 I.S.S.N.: 0302-9743
Volume: 3769, Pages: initial: 158 final: 169
December 2005
Impact: 0.402 (JCR 2005) Acceptance rate: 50/271 = 18.5%
In this paper we first propose how to use 2 VC switches to efficiently provide
QoS at the traffic class level. This was done with strict priority schedulers in
the end-nodes.
Scalable Low-cost QoS Support for Single-chip Switches
Alejandro Mart́ınez, Francisco J. Alfaro, José L. Sánchez, and José Duato.
Publication: International conference
Conference: 12th International Conference on Parallel and Distributed
Systems (ICPADS)
Publisher: IEEE Computer Society Press
I.S.B.N.: 978-0-76952612-6
July 2006
Acceptance rate: 64/185 = 34.6%
In this paper we do a scalability test of the first proposal. In this way, we
conclude that it is suitable for network sizes ranging from 32 to 512 nodes.
Full QoS Support with 2 VCs for Single-chip Switches
Alejandro Mart́ınez, Francisco J. Alfaro, José L. Sánchez, and José Duato.
Publication: International conference
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Conference: 5th IEEE International Symposium on Network Computing
and Applications (IEEE NCA06)




In this paper we offer initial estimates of the constraints of a single-chip
implementation of the switches we proposed. We also compare these results
with the implementation of traditional switches.
Providing Full QoS with 2 VCs in High-speed Switches
Alejandro Mart́ınez, Francisco J. Alfaro, José L. Sánchez, and José Duato.
Publication: International conference
Conference: 21st International Conference on Information Networking (ICOIN
2007)
Publisher: Proceedings of ICOIN 2007 (LNCS approval pending)
January 2007
Acceptance rate: 91/305 = 29.8%
This paper expands the previous one with more details on delay, power con-
sumption, and silicon area of the switch implementation. Also, the performance
evaluation takes this information into account, leading to more realistic simula-
tion.
Efficient Switches with QoS Support for Clusters
Alejandro Mart́ınez, Francisco J. Alfaro, José L. Sánchez, and José Duato.
Publication: International conference
Conference: Workshop on Communication Architecture for Clusters (CAC
2007)
Publisher: Proceedings of IPDPS 2007
I.S.B.N.: 978-1-4244-0909-9
March 2007
Acceptance rate: 10/31 = 32.25%
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In this paper we discuss how to efficiently emulate the bandwidth-based
schedulers. Moreover, we show the increased efficiency of our proposals due to
a better buffer management.
A Low-Cost Strategy to Provide Full QoS Support in Advanced Switch-
ing Networks
Alejandro Mart́ınez, Raúl Mart́ınez, Francisco J. Alfaro, and José L. Sánchez.
Publication: International journal
Journal: Journal of Systems Architecture




Impact: 0.402 (JCR 2005)
In this journal article, we take the proposal made in HiPC 2005 and adapt
it for PCI AS. In this way, we discuss how would we build a switch that benefits
from our proposal but still is compliant with the specifications.
A New Cost-effective Technique for QoS Support in Clusters
Alejandro Mart́ınez, Francisco J. Alfaro, José L. Sánchez, Francisco J.
Quiles, and José Duato.
Publication: International journal
Journal: IEEE Transactions on Parallel and Distributed Systems (TPDS)
To appear in second half of 2007
Impact: 1.462 (JCR 2005)
This paper summarizes all our work in the topic of efficient QoS provision at
the traffic class level.
6.2.2. Efficient flow-level QoS support
QoS Support for Video Transmission in High-speed Interconnects
Alejandro Mart́ınez, Georgios Apostolopoulos, Francisco J. Alfaro, José L.
Sánchez, and José Duato.
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Publication: Lectures Notes in Computer Science
Book: Proceedings of High Performance Computing and Communications
Conference - HPCC
Publisher: Springer-Verlang
I.S.B.N.: 3-540-39368-4 I.S.S.N.: 0302-9743
Volume: 4208, Pages: initial: 631 final: 641
October 2006
Impact: 0.402 (JCR 2005) Acceptance rate: 95/328 = 29.0%
This paper discusses an initial design for efficient deadline-based QoS, focused
on the transmission of video sequences.
Deadline-based QoS Algorithms for High-performance Networks
Alejandro Mart́ınez, Francisco J. Alfaro, José L. Sánchez, and José Duato.
Publication: International conference
Conference: 21st IEEE International Parallel & Distributed Processing
Symposium
Publisher: Proceedings of IPDPS 2007
I.S.B.N.: 978-1-4244-0909-9
March 2007
Acceptance rate: 109/419 = 26.0%
In this paper we offer a general and efficient solution for deadline-based QoS
in high-performance switches. In addition to that, we also include an improve-
ment over the initial idea, which consists in using a take-over queue.
Efficient Deadline-based QoS Algorithms for High-performance Net-
works
Alejandro Mart́ınez, Georgios Apostolopoulos, Francisco J. Alfaro, José L.
Sánchez, and José Duato.
Publication: International journal
Journal: IEEE Transactions on Computers
Under review
This paper summarizes our research in efficient deadline-based QoS for high-
performance networks.
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6.2.3. Integrated QoS support and congestion management
A Cost-Effective Interconnection Network Architecture with QoS and
Congestion Management Support
Alejandro Mart́ınez, Pedro J. Garćıa, Francisco J. Alfaro, José L. Sánchez,
José Flich, Francisco J. Quiles, and José Duato.
Publication: Lectures Notes in Computer Science
Book: Proceedings of EuroPar 2006 Conference
Publisher: Springer-Verlang
I.S.B.N.: 3-540-37783-2 I.S.S.N.: 0302-9743
Volume: 4128, Pages: initial: 884 final: 895
August 2006
Impact: 0.402 (JCR 2005) Acceptance rate: 109/328 = 33.2%
This paper shows our initial attempt to integrate QoS provision and conges-
tion management. In this paper we propose 2 VC switches that solve efficiently
both problems.
Integrated QoS Provision and Congestion Management for Intercon-
nection Networks
Alejandro Mart́ınez, Pedro J. Garćıa, Francisco J. Alfaro, José L. Sánchez,
José Flich, Francisco J. Quiles, and José Duato.
Publication: Lectures Notes in Computer Science
Book: Proceedings of EuroPar 2007 Conference
Publisher: Springer-Verlang
To be presented in August 2007
Impact: 0.402 (JCR 2005) Acceptance rate: 89/333 = 26.7%
In this paper we propose an enhanced proposal of integrated QoS support
and congestion management. This only need one VC and has been thoroughly
discussed in this thesis.
6.3. Future Work
The work that we have presented in this thesis can be expanded in several
ways. In the following, we present the research lines that could be followed in
the future:
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Connection admission control. A key component in many of the pro-
posals presented in this thesis, specially in chapters 3 and 4, is the connec-
tion admission control (CAC). We have assumed a simple strategy based
on average bandwidth and route utilization.
With the CAC we have implemented for QoS-requiring traffic, each con-
nection is assigned a path where enough bandwidth is assured. The CAC
guarantees that less than 70% of bandwidth is used by QoS traffic at any
link. The other 30% of available bandwidth will be used by non-regulated
traffic. We also use a load-balancing mechanism when a QoS connection
is stablished, which consists in assigning the least occupied route among
the possible paths.
There are more sophisticated alternatives for this simple scheme. More-
over, we could also research a new proposal specially aimed for our new
switch architectures, that would take into account their peculiarities.
Traffic adaptation. In the performance evaluation sections, we have
assumed generally accepted traffic models for input traffic. However, we
could focus into more specific environments to study which traffic classes
are there and how to map them into the QoS mechanisms.
• In symmetrical multi-processors (SMPs) there is a shared memory
architecture. In this environment we have, in addition to memory-
processor and I/O, cache coherency messages and synchronization
messages. In this way, there are several types of communication that
have different requirements and effects on final performance.
• In multimedia communications we have several kinds of traffic, which
have been modeled in this thesis. However, we have not gone into the
details of specific video and audio standards and how to map them
into the service levels.
Traffic model of parallel applications. In the performance evaluation
we have used a traffic model that is generally accepted for interconnection
network evaluation. In this model, each packet or message is independent
of others. However, although this model is very convenient for performance
evaluation, in real life there are dependencies between packets.
In general, a parallel application generates a limited number of messages
before stopping until it receives the answers. In this way, instead of having
infinite queues of messages, the number of messages in flight is limited by
the number of communicating applications.
Even more important, the performance metric when dependencies of pack-
ets are taken into account is not latency of throughput, but the delay
introduced in applications by the communications.
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In order to simulate this kind of traffic, advanced tools are needed, like
simulators driven by execution of real applications. We have taken the first
steps to integrate the SIMICS/GEMS simulator with a network simulator
in order to do this kind of evaluations.
Real implementation. We have given estimates of the performance and
constraints of a real implementation of a switch using the proposals in
Chapter 3. However, a complete design would be necessary to find out the
actual figures.
An interesting research line would be to write the Verilog or VHDL code
for the switch. Then we could offer a fair comparison of the different archi-
tectures depending on the number of VCs, ports, buffer sizes, scheduling
algorithms, etc.
Improvement of multimedia traffic. When we have modelled multi-
media traffic we have used traces of video sequences and synthetic sources
of audio traffic. However, it could be very interesting to study how the de-
lays introduced by the network affect the final quality of the signal received
by the user.
In addition to this, there are many proposals on how to efficiently map
video sequences into network packets. In these proposals, there are some
packets that are more important than others and differentiated QoS could
be applied to them.
Finally, when video sequences have to be broadcasted to many users, there
are special algorithms that are used to distribute n sequences in such a
way that a minimum of bandwidth is used and, at the same time, the
receivers have the maximum flexibility to choose which sequence to see at
any moment in time. These proposals take advantage of multicast traffic,
which has not been implemented in this thesis.
On-chip networks. Interconnection networks are necessary to produce
scalable systems on chip. This kind of networks presents a number of
challenges like synchronization, high error rates, low power consumption,
short delays, etc. Moreover, QoS is also important to guarantee perfor-
mance when bandwidth is limited.
Depending on the kind of system built, we can expect different kinds of
traffic. Moreover, some of these traffic classes will be more important than
others and will have different QoS necessities. However, simple designs are
necessary since silicon and power devoted to communications should be
limited. Hence, we believe that our efficient proposals are very interesting
in this environment.
On the other hand, most proposals for on-chip networks use wormhole
switching. Perhaps the most important challenge to adapt our proposal to
on-chip networks is the use of this switching technique.
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Different switch architectures. In Chapter 2 we introduced several
switch organizations. In all this thesis we have used a combined input and
output buffering organization, which is very well known and widely used.
However, we would like to see how to adapt our proposals to different
switch architectures.
More specifically, the buffer crossbar architecture is attracting a lot of
attention recently. With the improvements in VLSI technology, to have a
matrix of many little buffers is becoming feasible and it could lead to very
efficient switches. It could be very interesting to study how to provide QoS
in such a switch, where buffer size is very constrained.
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