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This thesis studies the mutual interference between the Bluetooth and IEEE 802.11 
network, and proposes a scheme to enhance the systems’ performance by selecting 
appropriate parameters, such as packet type, packet segmentation size, adaptive data 
rate, transmit distance, etc., consequently to allow the two systems to operate in a 
shared environment without significantly impacting the performance of each other. 
The analysis comprises interference at the physical (PHY) and the medium access 
control (MAC) layers of both systems.  At the PHY layer the key calculation is bit 
error probability.  The research includes performance of specific modulations for the 
Bluetooth receiver and the various IEEE 802.11b data rates.  The frequency hopping 
and direct sequence spread spectrum technologies employed in the two systems are 
introduced as well as the new proposed complementary code keying (CCK) 
modulation.  Bit error probability as a function of Eb/N0 is derived for CCK based on 
the Intersil HFA3861 Rake receiver.   
At the MAC layer, collision probability for the Bluetooth or 802.11 packet overlapped 
by interfering packets in both time and frequency is thoroughly analyzed.  All of 
collision scenarios are considered, which are Bluetooth collided by Bluetooth, 
Bluetooth collided by 802.11b, and 802.11b collided by Bluetooth.  In addition all 
Bluetooth packet types are taken into account.  The collision probability obtained at 
last is a general expression which could be used to compute for any length of the 
packet, any length of the interval between two packets, and any length of the 
interfering packet.  Results show that there are different numbers of co-worked 
competitors that a Bluetooth piconet can tolerate at each packet type it used.  
Considering fairness among all the piconets, the same packet type should be used in 
each piconet.  We find 1-slot packet type is suitable for high density interference 
 vii
environment; 3-slot type suits the moderate density environment; while 5-slot type is 
used when there are few piconets.  In the mixed environment of Bluetooth and 
802.11b, Bluetooth should use the packet type of 5-slot time long to reduce its hop 
rate, thereby increasing the chances of successful reception of WLAN packets. 
When considering the system performance, Packet Error Rate (PER) is used as the 
metric parameter.  The analysis of PER consists of both PHY and MAC layers.  We 
develop a model for the analysis of PER by means of an integrated approach, which 
properly takes into account all transmission aspects (propagation distance, interference, 
thermal noise, modulations, data rates, packet size).  Thus system performance over a 
distance is obtained.   
By using the proposed evaluation framework, the optimum packet type, segmentation 
size, safe distance ratio and data rate for the transmitter and receiver at current link 
condition are easily obtained.  We find the safe distance ratio for an 802.11b receiver 
to the Bluetooth interference.  Thus when the WLAN is operating in safe distance or 
interference free environment, the long segmentation size of 2350 bytes is suggested to 
use.  Then the optimum packet sizes are found for each data rate under significant 
interference from Bluetooth.  The proper moment for data rate scaling of the system is 
found that 11 Mbps has the maximum throughput in the presence of one Bluetooth 
piconet.  When piconets increase, 11 Mbps mode has to be abandoned, and data rate 
scaling can take place in the proper distance ratio. 
 viii
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Wireless communication networks are getting more and more popular in the 
networking era.  Wireless computing technology provides users with network 
connectivity without wired connection. According to the communication distance 
between the transmitter and the receiver, we can classify the wireless network 
standards into Wide Area Network (WAN), Wireless Local Area Network (WLAN) 
and Wireless Personal Area Network (WPAN), as is shown in Figure 1.1.  These three 
types of wireless networks establish a ubiquitous wireless communications for people 
at anytime anywhere. 
 
 
Figure 1.1 A ubiquitous wireless networking structure 
WANs provide a large range (up to several kilometers) of communication applications, 
such as vehicular phone, personal handphone, position sensing, etc.  WLANs, like 
their wired counterparts, are being developed to provide high bandwidth to users in a 
WAN WLAN PAN 
Km100m10m 
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limited geographical area.  With WLANs, applications such as Internet access, e-mail 
and file sharing can now be done in the home or office environments with new levels 
of freedom and flexibility.  At the same time, WPANs led by a short-range wireless 
technology called Bluetooth is created to fulfill a desire of wireless connection of 
portable devices.  Current portable devices use infrared links to communicate with 
each other.  They have a limited range, require direct line-of-sight, are sensitive to 
direction, and can only be used between two devices.  In contrast, Bluetooth can have 
much greater range (defined to 10 meters), can propagate around objects and through 
various materials, and connect to many devices simultaneously.  Bluetooth is designed 
principally for cable replacement applications.  Bluetooth is ideal for applications such 
as wireless headsets, wireless synchronization of PDAs with computers, and wireless 
peripherals such as printers or keyboards.  WLAN and WPAN categories have several 
technologies competing for dominance; however, based on current market momentum, 
it appears that IEEE 802.11 and Bluetooth are prevailing.   
To operate worldwide, both IEEE 802.11 and Bluetooth select to operate in the 2.4 
GHz Industrial, Scientific, and Medical (ISM) band that satisfies such requirements, 
which ranges from 2,400 to 2,483.5 MHz in the United States and Europe. The 2.4 
GHz ISM band is practically attractive because it enjoys worldwide allocations for 
unlicensed operation, as summarized in Table 1.1. 
Table 1.1  Global Spectrum Allocation at 2.4 GHz 
Region Allocated Spectrum 
US 2.4000-2.4835 GHz 
Europe 2.4000-2.4835 GHz 
Japan 2.4710-2.4970 GHz 
France 2.4465-2.4835 GHz 
Spain 2.4450-2.4750 GHz 
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Because both technologies occupy the 2.4 GHz frequency band, there is potential for 
interference between the two technologies.  However, WPAN and WLAN are 
complementary rather than competing technologies, and many application models have 
been envisioned for situations requiring Bluetooth and 802.11 to operate 
simultaneously and in close proximity.  For example, there are many devices, such as 
laptops, that might use Bluetooth for connection to peripheral devices and 802.11b for 
network access by equipping both networking components.  Thus problem of 
coexistence between these technologies has become a significant topic of analysis and 
discussion throughout the industry.  Moreover, with both of them expecting rapid 
growth, physically closed location of the WLAN and WPAN devices will become 
increasingly likely.     
Consequently, the emphasis of the work presented in this thesis is on the analysis of 
the mutual interference between IEEE 802.11 and Bluetooth at both physical layer and 
medium access control layer in close proximity environment.  Furthermore, non-
collaborative solutions on enhancing both systems’ performance are proposed as well 
through changing the parameters of such as packet type, packet size, data rate, distance 
between the transmitter and the receiver, and etc. 
 
1.2 Problem Statement 
With high expectations for Bluetooth and 802.11 in the near future, the mutual 
interference between them has attracted much attention in the industry and academia 
area.  In order to mitigate interference between the two wireless systems, IEEE 802.15 
(similar standard as Bluetooth) Working Group has created the Task Group 2 (TG2), 
which is devoted to the development of coexistence mechanisms [70]; and the 
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Bluetooth Special Interest Group (SIG) has created a Coexistence Working Group, 
which focuses on the coexistence problem too.  Before appropriate schemes can be 
proposed, it is necessary to study system performance as defined in the standards and 
specifications thoroughly.  Such a study includes performance of a specific modulation, 
error correction capability of the receiver, signal propagation environment, system 
interference immunity, etc.  The simplest understanding of the effect of interference is 
that the receiver cannot distinguish between noise and signal and thus makes an 
erroneous decision.  Both systems have defined Physical (PHY) and Medium Access 
Control (MAC) layers.  The error viewed from the PHY layer is caused by noise 
(colored or white) added into the information signal.  Generally, a metric used in 
evaluating the performance in the PHY layer is the Bit Error Rate (BER), which 
depends on the signal-to-noise ratio (SNR).  Signal energy is affected by signal 
attenuation along the propagation path and envelope and phase fluctuations with 
environment.  The error viewed from the MAC layer is caused by interference jumping 
to the signal’s channel during transmission time.  The metric used in evaluating the 
performance in the MAC layer is collision probability.  System performances are 
evaluated through Packet Error Rate (PER) and data throughput, where the results are 
based on detailed models for the PHY and MAC layers, interference distribution, and 
wireless channel for signal propagation. 
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1. Standard Layers       2. Properties in each layer                 3. Performance metrics 
Figure 1.2   Block diagram of the contents in my research topic 
As shown in Figure 1.2, there are some properties considered under each layer, which 
we use to analyze the system performance.  The specifications of Bluetooth and 802.11 
WLAN define frequency hopping (FH) and direct sequence spread spectrum (DSSS) 
communication system at the MAC layer.  The two spread spectrum systems affect the 
collision probability of transmitted packets of Bluetooth and 802.11 WLAN.  
Bluetooth defines 79 hopping channels and jumps from one frequency to another at the 
end of each packet transmission.  On the other hand, 802.11 system uses a channel as 
wide as 22 MHz which may easily be occupied by Bluetooth packets.  Bits in a packet 
are protected by different coding schemes depending on the different functional parts 
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in the packet structure.  Coding combined with packet structure affect the packet error 
rate of the system.  Some additional (secondary) performance metrics at the MAC 
layer include the mean access delay and the fairness of access among users [89].  The 
access delay measures the time it takes to transmit a packet from the time it is passed 
to the MAC layer until it is successfully received at the destination.  If packets are 
transmitted at bad frequencies, the retransmission of these lost packets expends more 
time and increase the mean access delay.  The basic idea in fairness algorithms is for 
sources experiencing a bad wireless link to relinquish the unutilized bandwidth to other 
sources that can take advantage of it.  To compensate their utilization in bandwidth, 
those sources can re-seize the bandwidth when channel conditions improve.  Thus the 
so-called long term fairness objective is achieved.  In the PHY layer, the transmitted 
signal through the channel is corrupted by the addition of noise and interference, or is 
distorted through a fading multipath channel.  An appropriate modulation scheme and 
data rate could mitigate those effects to a tolerable level.  An accurate computation of 
the BER would take into consideration factors such as thermal noise, interference, 
modulation type, channel fading and signal propagation patterns.  Performance 
analysis such as computing BER or PER just gives us an insight of how different 
systems work in a particular scenario, but not tell how they could work together.  
Given the importance of the coexistence of Bluetooth and 802.11, there has been 
considerable research on this topic.  Most methods concentrate on changing some 
behavior in the MAC layer, such as by rescheduling packets or otherwise altering 
traffic.  Such approaches are categorized into collaborative and non-collaborative 
schemes.  Collaborative schemes require a co-located Bluetooth and 802.11b receiver 
in the same terminal, thus making them possible to exchange information to reduce 
mutual interference.  With non-collaborative schemes, there is no way for 
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heterogeneous systems to exchange information between the two network systems, and 
they operate independently.   
In this thesis we try to propose a scheme by selecting appropriate parameters, such as 
packet structure, information length, adaptive data speed, transmit distance and etc., 
consequently allow the two systems can operate in a shared environment without 
significantly impacting the performance of each other.  This scheme does not need any 
change in the current IEEE 802.11 and Bluetooth MAC protocol.   
 
1.3 Related Work 
The coexistence issue has been investigated separately considering the impact of one 
system on the other.  Based on different FH code patterns, several Bluetooth piconets 
can coexist in the same area.  Without coordination among piconets, transmissions 
from different piconets will inevitably encounter the collision problem.  Collision 
analysis of a Bluetooth in the presence of other piconets was addressed in [1-5].  
Zurbes el al. [1] presented simulation results for a number of Blueooth devices located 
in a single large room.  They showed that for 100 concurrent web sessions, 
performance was degraded by only five percent.  They also found using long uncoded 
packet type could improve system throughput.  In [2], Souissi analyzed adjacent 
channel interference as well as co-channel interference.  It was concluded that as the 
number of picoents increased, adjacent channel interference impacted throughput 
approximately with the same severity as co-channel interference.  El-Hoiydi [3] 
investigated the co-channel interference between Bluetooth piconets and derives 
collision probability for an interfered Blueooth.  But the analysis in [3] had two 
limitations.  First, all packets were assumed to be single-slot ones.  Secondly, it was 
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assumed that each piconet was fully loaded.  These constraints were remedied in paper 
[5].  In [5], a more general analysis model with all packet types (1-, 3- and 5-slot) was 
proposed, and the model allowed the performance analysis not necessarily based on 
fully-loaded assumption.  On the other hand, capture effects were considered in [4].  
Capture effects due to the dependency of the interference level on the spatial 
distribution of terminals and on the characteristics of the environment make the 
throughput inhomogeneous over the area.  The results showed that when the 
dimensions of the area were comparable with the coverage area of the terminal, 
capture effects were practically negligible so that packet error probability was in good 
agreement with the packet collision probability obtained in [3].  Instead, if the area 
dimensions were larger than the terminal coverage area, the packet error probability 
could significantly change with the receiver position.   
Few literatures had addressed mutual interference among 802.11b stations.  It is 
because the assumption of that 802.11b stations can determine if the channel is 
occupied by other 802.11b transmitters is usually used, which based on the default 
scheme known as Carrier-Sense, Multiple Access, Collision Avoidance (CSMA/CA) 
used in 802.11b MAC protocol operation.  Therefore the analysis and discussion on 
collision among 802.11b stations is ignored. 
Golmie and Mouveaux [6] studied the effect of 802.11 on Bluetooth using an 
analytical approach, and validated the analysis with simulation results.  They showed 
that significant packet loss can occur and that access delays for data traffic will double.  
Moreover, the number of residual errors in accepted voice packets could be quite high.  
Similar results had been obtained by Lansford et al. [7] who used simulation and 
experimental measurements to quantify the interference resulting from Bluetooth and 
802.11.  Their simulation models were based on a link budget analysis and a Q 
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function calculation for the channel and PHY models respectively, in addition to the 
MAC layer behavior.  Howitt [8] developed a new methodology to evaluate the impact 
of an 802.11b network on the Bluetooth performance.  The packet collision probability 
was estimated based on extensive trials for each considered scenario.  The empirical 
results provided an estimate of the likelihood which may cause a collision at a given 
carrier frequency offset, offsetf .  As far as the reciprocal scenario is concerned, different 
studies have been presented about the effect of Bluetooth impact on IEEE 802.11.  The 
probability of an 802.11 packet error in the presence of a Bluetooth piconet had been 
derived by Ennis [9], then extended by Zyren [10] and Shellhammer [11].  The 
investigation focused on the probability computation for a continuous sequence of 
Bluetooth packets overlapping on an 802.11b packet in both time and frequency.  
However, the analysis presented in [9-11] is based on coarse assumptions and the 
proposed interference models were not suitable for a thorough study of the system 
dynamics.  Thus in [12], an accurate and flexible model was developed to evaluate the 
packet error probability of an 802.11 in the presence of either a voice or a data 
Bluetooth link.  The model based on the assumption that a Bluetooth piconet won’t 
transmit in sense of back-to-back mode, consequently, a simple traffic shaping 
mechanism is used to Bluetooth data flow and a significant reduction of the WLAN 
packet error probability was observed.  Howitt [13, 14] investigated the effect of 
Bluetooth on 802.11 in another angle.  He presented a method on how to determine the 
expected number of Bluetooth piconets that have sufficient power to cause interference 
to an 802.11b station.  But his method was heavily tied to geometric distribution of 
Bluetooth piconets which may not be available in a realistic situation.  
However, the above literatures did not consider that the destructive effect of packet 
collisions could be mitigated by the attenuation introduced by the propagation distance.  
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Thus there have been several attempts at quantifying the impact of interference on both 
the Bluetooth and IEEE 802.11 performance.  The average power of signal and 
interference received at the receiver is considered to experience large scale fading over 
a large area as a function of distance.  In [15] the issue of the coexistence of Bluetooth 
piconets deployed in the same region had been addressed; the analytical derivation of 
packet error rate had been carried out taking propagation aspects into account, 
moreover the optimal number of piconets which maximize the aggregated throughput 
has been suggested.  Experimental methodology for the voice performance of 
Bluetooth in the presence of WLAN 802.11 system was proposed in [16].  An OPNET 
platform was used to build the propagation model and the interference models, then 
implemented by C language and assisted by Matlab software.  But the authors did not 
give much useful results on this.  For the issue of Bluetooth interference on 802.11, 
experimental measurements were obtained by Kamerman [25].  Zyren [23] studied 
802.11 high speed performance in a Bluetooth mixed environment, where propagation 
model and user traffic loads were considered.  Jo [24] extended two-node WLAN 
system to a multiple 802.11b WLAN stations topology.  They obtained results for light 
and heavy Bluetooth usage scenarios, the 802.11b system throughputs were degraded 
by 25% and 66% respectively.  Fainberg [17] developed a model that captures the 
performance parameterized by the data rate and packet size of 802.11b, the number of 
Bluetooth picoents, the piconet utilization, and the distance between the 802.11b and 
the Bluetooth radios.  His calculation in packet error rate was accurate to bit level 
which takes into account of the number of bits involved in collision and not in 
collision.  The results showed that the effect of Bluetooth radios on the 802.11b system 
is significant.  In a high density of Bluetooth piconets environment, only 11 Mbps data 
rate with short packet transmission time provided reasonable throughput for a 25-meter 
 11
radius area.  Golmei [18,19] presented a simulation environment for modeling mutual 
interference, i.e. Bluetooth versus 802.11 and 802.11 versus Bluetooth, based on 
detailed MAC and PHY model.  Four different simulation experiments that showed the 
impact of WLAN interference on Bluetooth devices and vice versa for different 
applications were implemented in the OPNET simulation.  The results indicated that 
Bluetooth voice traffic can cause 65% of packet loss for the WLAN 1 Mbps system.  
On the converse, Bluetooth voice can be severely affected by 802.11b with packet loss 
of 8%.  Conti et al. [20-22], on the other hand, developed an integrated analytical 
approach that was carefully proposed taking into account both PHY and MAC layer 
aspects.  The mean packet error probability was evaluated as a function of the relative 
distance between the two systems for different conditions.  They simply assumed a 
simple exponential expression, bsP ae
γ−= , as the instantaneous symbol error 
probability and used it for both considered systems; but the error probability of various 
modulations, corresponding to four data rates, of 802.11b, which affect the system 
performance very much, were not taken into consideration.   
Coexistence issue between Bluetooth and 802.11 is another popular topic lately and 
addressed in a lot of literatures.  According to the IEEE 802.15 Working Group, 
coexistence of 802.11b and 802.15 occurs when the two systems can operate in a 
shared environment without significantly impacting the performance of each other [69].  
Two classes of coexistence mechanisms have been defined: collaborative and non-
collaborative techniques [26].  With collaborative techniques, there is possible control 
centre for the Bluetooth network and the WLAN to exchange information and schedule 
their packets transmission time to reduce the collision probability; however, they can 
be implemented only when the Bluetooth and the 802.11 devices are collocated in the 
same terminal.  With non-collaborative techniques, there is no way to exchange 
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information between the two systems, and they operate independently.  Within the 
literatures, non-collaborative coexistence mechanisms have attracted more interest 
because many application models are working independently.  This is a more realistic 
situation that can be found in office or home environment.  Non-collaborative 
coexistence mechanisms include a number of techniques and schemes, such as 
adaptive frequency hopping (AFH), transmit power control, Listen-Before-Talk (LBT), 
adaptive packet selection and scheduling, adaptive error correction coding rate, traffic 
scheduling, and etc.  According to the AFH scheme [72][73][74], Bluetooth frequency 
channels were classified as “good” or “bad” and were used intelligently to reduce the 
probability of overlap in frequency with the 802.11 signal.  In [76], the transmit power 
control scheme was presented.  This power control technique was based on the idea 
that 802.11 and Bluetooth devices should reduce their transmission power as much as 
possible to reduce interference.  Therefore, under the conditions of guaranteed BER, 
the transmission power should be as low as possible.  The scheme also incorporated 
with the algorithm of the highest mandatory rate at lower transmit power, i.e., when 
possible, the 802.11 devices would shift to the highest rate using lower transmit power.  
A hybrid method of power control, AFH and LBT was proposed in [27].  The results 
showed that power control mitigated the number of potential interferers, LBT combats 
interference from other piconets and AFH combats interference from 802.11 efficiently.  
The effect of separation distance between two systems is evaluated in several 
literatures.  According to the IEEE 802.15 working group, interference between 802.11 
and Bluetooth causes a severe degradation of the systems’ throughput when the 
distance between interfering devices is less than 2 m.  A slightly less significant 
degradation is observed when the distance ranges between 2 and 4 m [71].  
Experiments conducted in [28] evaluated actual Bluetooth and 802.11b radios with 
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respect to actual office usage.  It was found that it was necessary to keep 802.11b 
DSSS and Bluetooth radios at least three meters apart.  Similar experiments and results 
were implemented and obtained in [29].  Adaptive packet selection and scheduling [75] 
could be effectively used to mitigate interference between 802.11 and Bluetooth.  By 
selecting the best Bluetooth packet type according to the condition of the upcoming 
frequency hop, Bluetooth throughput was improved.  Also, Bluetooth transmissions 
could be scheduled in such a way that hops in the 802.11 band were avoided, thus 
reducing interference between the two radio systems.    In order to achieve the large 
capacity for Bluetooth data connections, long and uncoded Bluetooth packet types 
were suggested to use in data transmission [30].  Extensive schemes were proposed to 
change some behavior of MAC layer.  Adaptive data rate scaling algorithm for 802.11 
was proposed in [31].  After selecting optimum retransmission limit when designing 
the algorithm, the algorithm could indicate the 802.11 WLAN to select the best rate for 
a particular frame transmission.  An optimum retransmission limit was observed.  
Valenti [32] explored a custom Forward-Error-Correction (FEC) coding which was 
different from the Hamming codes used by Bluetooth data packets.  The selected 
coding was BCH code and its code rate was adaptive to match the channel conditions.  
Chiasserini [33] proposed two novel coexistence schemes, called overlap avoidance 
(OLA), which were based on simple traffic scheduling techniques.  Voice-OLA was 
used to avoid overlap in time between the Bluetooth SCO traffic and the 802.11 
packets.  Data-OLA was to use the variety of packet lengths that characterize the 
Bluetooth system to avoid overlap in frequency between 802.11 and Bluetooth 
transmission.  The results showed that by applying the voice-OLA, system throughput 
improved 10%.  The improvement achieved by using the data-OLA improved to 50% 
for Bluetooth heavy traffic load.  Traffic adaptive retransmission scheme is proposed 
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in [34].  Its principle is by controlling the number of retransmission packets to reduce 
the serious contention for the heavy traffic loaded channel.  The results show that the 
real-time traffic could be rapidly transmitted without the effects of large delay.  Other 
measurements such as the issue of receiver improvement were considered in [35] and 
[36].  Solution for higher layer such as networking layer was proposed in [37].  Several 
scheduling algorithms were proposed based on queuing priority policy providing 
fairness to access the shared channel. 
 
1.4 Thesis Contribution 
The aim of this thesis is to perform a complete analytical study on mutual interference 
and performance enhancement of two systems by means of an integrated approach, 
which properly takes all transmission aspects (propagation effects, interference, 
thermal noise, modulations, coding techniques, data rates) and medium access control 
aspects (frequency hopping, packet type, packet size adjustment, traffic load) into 
account.  Though we are not the first to propose an integrated approach to study the 
coexistence problem in a complete theoretical analysis, our model is different from 
others in implementation and complexity.  Moreover our model is clearer and more 
flexible, and can be easily implemented to get numerical results, avoiding the need of 
extensive bit level Monte Carlo simulations at the PHY level.   
This thesis starts with BER analysis in the PHY layer.  Modulation schemes such as 
GFSK used in Bluetooth and DBPSK and DQPSK used in 802.11b are well known 
and related bit error probability calculation formulas have been given in [38-40] and 
[41] respectively.  For Complementary Code Keying (CCK) modulation however, it 
was just proposed by Harris Semiconductor and Lucent Technologies in recent years 
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as extension to 802.11b for higher data rates.  To our knowledge, there is no existing 
formula for the bit error probability in terms of 0/bE N  for CCK modulation.  Thus in 
this thesis, CCK modulation and demodulation technologies are well explained and the 
probability of error for CCK is carefully derived based on the Intersil HFA3861 Rake 
receiver.  Results show that at the same 0/bE N ratio, CCK 11Mbps outperforms CCK 
5.5 Mbps, DBPSK and DQPSK.  But if transmit power is fixed, the average bit energy 
will be much lower at higher data rates than at lower data rates.  This is why the actual 
performance of CCK is worse than that at lower rates. Furthermore, CCK modulation 
does not have spreading gain at higher data rates, thus its ability to combat interference 
is worse than at lower data rates.  Experimental results have also shown that higher 
rates are desirable for short range operation and fewer interferers.       
Though collision probability between the two systems have been extensively evaluated, 
e.g. [1-14], no one has thoroughly analyzed this problem in following scenarios: (i) 
Bluetooth packets colliding with Bluetooth packets; (ii) Bluetooth packets colliding 
with 802.11b packets; and (iii) 802.11b packets colliding with Bluetooth packets.  
Furthermore, their analysis had limitations due to the assumption that all Bluetooth 
packets are single-slot ones.  Thus in this thesis, we consider all of these collision 
scenarios, and in addition, collision of Bluetooth packets of different length, such as 
the desired packet colliding with single-slot Bluetooth packets; the desired packet 
colliding with 3-slot Bluetooth packets; and the desired packet colliding with 5-slot 
Bluetooth packets, are computed too.  In our analysis, the collision probability is 
derived from a group of illustrations that enumerate all possible overlappings by 
interference packets.  The collision probability obtained is a general result which could 
be used to compute the collision probability for any packet length, any time interval 
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(including whatever length of idle time) between two packets, and any interfering 
packet length. 
When considering the system performance, we use PER as our metric parameter.  The 
analysis of PER consists of both PHY and MAC layers, thus make it accurate to bit 
level; i.e. PER occurred when the received packet has at least one bit error.  We 
proposed the method to quantify the received signal power, interference power, hence 
the SNR, in the calculation of BER.  It is categorized into the BER affected by 
Bluetooth/802.11b interference and the BER affected only by AWGN noise.  In the 
PER calculation, BER affected by interference is used to substitute the bit error 
probability for bits in the portion that is involved in collision; and BER affected by 
noise is used to substitute the bit error probability for bits in the portion that is not 
involved in collision.  We also propose the method on how to calculate the portion that 
is involved in collision for different packet types of Bluetooth and 802.11b.  Thus an 
accurate expression for the mean PER is carried out, which is parameterized by 
propagation distance, estimated average received signal power, and the number of 
interferers.     
However, people usually care about the efficient data rate, i.e. the throughput of a 
system.  Retaining a low BER or PER performance cannot guarantee the maximum 
throughput of a system.  Thus throughput optimization for both systems in the mutual 
interference environment becomes an important consideration in our research.  In this 
thesis we try to propose a scheme by selecting appropriate parameters, such as packet 
types, information length, adaptive data speed, transmit distance and etc., consequently 
allow the two systems can operate in a shared environment without significantly 
impacting the performance of each other.  Its principle is to improve the efficiency of a 
system by adapting the PHY and MAC behaviors to the current link condition.  A joint 
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analysis of Bluetooth interference on 802.11b and 802.11b interference on Bluetooth is 
carried out in order to estimate the minimum coexistence distance as a function of the 
desired quality of service (QoS).  On the other hand, serious interference from 
Bluetooth could cause the WLAN to scale to a lower data rate.  But this mechanism 
used in current 802.11b system increases packet duration, which lead to larger PER, 
and then lead to yet a further decrease in the data rate.  This problem has not been well 
discussed and solved in literatures.   Thus we propose a scheme to solve the data rate 
scaling problem.  In our scheme, optimum packet sizes for each data rate are found in 
the condition of different interference scenarios.   Then we make the adaptive packet 
size algorithm prior to the data rate scaling algorithm, which means before the system 
decides to scale the rate down, it should first try to adjust its packet size to obtain the 
optimal throughput at that link condition.  Data rate scaling adaptation occurs when the 
maximum throughput of a higher rate is less than that of the lower rate.  This proposed 
scheme does not require any change in the current 802.11 and Bluetooth MAC 
protocol. 
In a summary, the two systems’ performance depend on several factors, i.e. signal 
power, path condition, available channels, packet size, the transmitter-receiver distance 
and interferers’ density.  The novelty of this thesis lies in the derivation of a 
completely analytical framework which allows the determination of the optimal 
throughput as well as the determination of the optimal operating conditions.  The 
model could be easily implemented to get numerical results.   
To our knowledge, no analytical study has been presented in literatures by considering 
all of the above-mentioned aspects. 
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1.5 Organization of the Thesis 
Analysis in the PHY layer is based on the bit level, thus indoor channel model for 
WLAN and WPAN is reviewed and appropriate assumption of flat slow fading is 
explained carefully in Chapter 2.  Also GFSK modulation used in Bluetooth and DSSS 
and CCK techniques used in 802.11b are introduced carefully and their performance 
under AWGN, fading channel, and interference is given in Chapter 2.   
Analysis in the MAC layer is focused on calculating the collision probability of a 
desired packet when it is in danger of overlapping by packets from different systems in 
time and frequency.  Such calculation includes the impact of a Bluetooth from another 
Bluetooth piconet; the impact of a Bluetooth from another 802.11b network; and the 
impact of an 802.11b network from a number of Bluetooth piconets.  Though 
interference among 802.11b stations is proposed for discussion too, we ignored this 
problem since to assume the CSMA/CA scheme could work well; on the other hand 
we give detailed explanation on CSMA/CA scheme employed in 802.11b.  All these 
contents are arranged in Chapter 3. 
In Chapter 4, a more accurate and practical model is proposed to quantify the mutual 
interference on the two systems, which combines both PHY and MAC layers together, 
and takes all transmission aspects into account.  As have been considered, signal 
propagation model is based on large scale fading assumption.  The path loss exponent 
is carefully chosen for WLAN and WPAN operating environment.  The path of signal 
power attenuation is classified into line-of-sight (LOS) if it is less than 8 meters and 
obstructed direct path (OBS) if it is larger than 8 meters.  The method on how to model 
white/colored interference in the form of SNR is explained in Chapter 4.  Concepts of 
co-channel and adjacent channel interference are clarified under the subsection of 
colored noise.  Furthermore, PER is introduced to represent system performance 
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instead of collision probability.  PER is defined in this thesis as at least one bit in the 
packet received erroneously.  A scenario considered in our analysis consists of a 
number of Bluetooth piconets assumed to be uniformly distributed in a circular region.  
However, our analysis model is not necessarily based on the deploying of devices as 
this scenario.  Because we have considered interference from multiple piconets 
environment, this scenario is just easily used to calculate the total interference power 
from those piconets at the same distance.  For a more realistic scenario, the 
interference need not be distributed at same distance to the receiver.  The total 
interference power can be calculated separately according to each one’s actual distance. 
As we have analyzed mutual interference between Bluetooth and 802.11b in Chapter 2, 
3 and 4, Chapter 5 is given some performance enhancement solutions for the two 
systems.  Those solutions need not change the PHY and MAC layer’s specification in 
the standard.  In this chapter, we try to explain non-collaborative solutions for the 
coexistence problem.  Our analysis is based on the fact that parameters can be adjusted, 
such as packet types, packet segmentation size, data rate scaling, and distance to 
interferers.  Coexistence mechanism is implemented by selecting appropriate values of 
these parameters. 
Finally, conclusions based on the studies of this thesis are given in Chapter 6.  
Improvement for imperfect assumptions and the numerical results that need further 
verification by experimental measurements are addressed in the part of future work.  
The mutual interference induced from other new technologies in the 2.4 GHz ISM 
band is mentioned and briefly reviewed at the last part of this chapter.      
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CHAPTER 2 
BIT ERROR RATE ANALYSIS IN PHY LAYER 
 
In this chapter, two wireless technologies, i.e. Bluetooth and IEEE 802.11b, will be 
introduced.  Bit Error Rate (BER) is usually used as the performance analysis metric in 
the physical layer.  Noisy signals are demodulated and decoded at the receiver.  A 
receiver is designed according to different modulation techniques, thus to have best 
corresponding ability of drawing out the modulated signals from noise.  So 
modulations of GFSK, DBPSK, DQPSK and CCK employed in Bluetooth and IEEE 
802.11b systems are introduced.  Then the performance of these modulations in the 
two systems is evaluated under AWGN, fading channel and interference following the 
introduction. 
 
2.1 Indoor Channel Model 
In indoor radio communication, the indoor radio channel depends heavily on the type 
of building (materials, dimensions, etc.) and objects in their path.  Generally, 
transmitted radio signals propagate via multiple paths which differ in amplitude, phase, 
and delay time.  Therefore, the received information signal is distorted by time 
dispersion and amplitude fading.  Radio propagation measurements include analysis of 
channel parameters, namely, delay spread rmsτ  and coherence bandwidth, Doppler 
spread and coherence time.  Delay spread and coherence bandwidth are parameters that 
describe the time dispersive nature of the channel in a local area.  The distance traveled 
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by the arriving signals are different, i.e., the signals will arrive at the receiver at 
different time.  The difference in time between the earliest and the latest reflection to 
arrive at the receiver is defined as the delay spread.  The coherence bandwidth cohB , is 
the statistical average bandwidth of the radio channel, over which signal propagation 
characteristics are correlated.  This parameter specifies the frequency range over which 
a transmission channel affects the signal spectrum nearly in the same way, giving an 
approximately constant attenuation and a linear change in phase.  cohB and rmsτ are 
related by 1/coh rmsB ατ= , where α is a constant.  The delay spread rmsτ has been 
determined for different types of rooms in [42].  In different situations, the mean 
values of rmsτ at 2.4 GHz range from 10-20 ns according to [42].  Similar studies have 
been done in [43-45].  The experiments in [45] showed that the root-mean-square (rms) 
average of the delay spread ( rmsτ ) varied around 30 ns in a typical indoor environment.  
In another study [43], it was found that the rmsτ values were typically less than 75 ns in 
the lightly obstructed path and 90 ns in the heavily obstructed path.  More experiment 
by [44] reported that an rms delay spread was less than 50 ns normally, but could be as 
long as 217 ns in a worst case.  The mean values ofα for line-of-sight (LOS) and 
obstructed direct path (OBS) are about four and five respectively, which correspond to 
the coherent bandwidth of about 25 and 20 MHz respectively.  Doppler spread and 
coherence time are parameters that describe the time varying nature of the channel in a 
small-scale region.  When there is relative motion between the transmitter and receiver, 
the frequency in the received signal spectrum is changed, i.e., Doppler shift.  Doppler 
shift changes from positive to negative when the mobile move towards, then away 
from the signal source.  Coherence time is a statistical measure of the time duration 
over which two received signals have a strong potential for amplitude correlation.  
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However, stationary transmitters and receivers are assumed in this thesis, consequently 
Doppler spread fading is ignored in our analysis.  Bluetooth signals are transmitted in a 
carrier channel of 1 MHz bandwidth; while 802.11b signals are transmitted in a 
channel about of 22 MHz.   As the bandwidths used by both systems are less than the 
coherent bandwidth in an indoor environment, we chose a flat quasi-static fading 
channel model, in which the received signal only has amplitude fluctuations due to the 
variations in the channel gain over time caused by multipath.  Moreover, the spectral 
characteristics of the transmitted signal are assumed to remain intact at the receiver.  
With quasi-static fading, the envelope of the signal associated with the entire packet is 
multiplied by the same channel gain which is typically Rayleigh or Rician distributed. 
For a LOS path, the power spectral density of the faded amplitude is close to a Rician 
distribution with 5K = [43], where K is the ratio of the dominant signal to the standard 
deviation of other weaker and randomly varying signals.  At sites with obstacles the 
measured distribution seems to follow the Rayleigh distribution.   
We derive a general result concerning the mean (averaged over Rice/Rayleigh fading) 
error probability evaluation for an arbitrary modulation scheme.  Let the fading signal 
envelope of the received signal be R.  Then the Probability Density Function (PDF) of 
R can be found by a transformation of variables.  The PDF of R in Rayleigh 
distribution is given as [65] 
                                            
2
2 2( ) exp 2
R Rf R σ σ
 = −  
                                                (2-1) 
where 2σ is the time-average power of the received signal before envelope detection. 
The PDF of R in Rician distribution is given as 
                                     
2 2
02 2 2( ) exp 2
R R K RKf R Iσ σ σ
 +  = −     
                                    (2-2) 
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where 2σ is as defined above, ( )0 .I is the modified Bessel function of the first order 
and K is the Rice factor. 
The fundamental parameter in the BER performance of any modulation scheme is the 
ratio of energy per bit to noise spectral density, or 0/bE N .  Now in fading channel, as 
the attenuation R is a random variable, 0/bE N must be averaged over its PDF.  Then 





γ = .  The PDF of γ can be found by a 
transformation of variables.   γ is characterized by the following PDF [46] 
    0
(1 ) (1 ) (1 )( ) exp 2K K K Kp K Iγ
γ γγ γ γ γ
  + + += − −      




Nγ =  is the mean SNR, ( )0 .I is the modified Bessel function of the first 
order and K is the Rice factor.  For LOS, K is between 3 and 10.  For obstacles in the 
path between transmitter and receiver, 0K =  reduces to the Rayleigh distribution.  The 
mean bit error rate averaged over the fading density function is 
0
( ) ( )e eP P p dγγ γ γ
∞
= ⋅∫ , 
where ( )eP γ  is the probability of error for an arbitrary modulation at an instantaneous 
value of signal to noise ratio ( γ ) in AWGN channel and ( )pγ γ  is the probability 
density function of γ  due to the fading channel. 
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2.2 Bluetooth Overview 
Bluetooth was developed initially by Ericsson and furthermore by the Bluetooth SIG, 
which was founded in 1998 to define an industry-wide specification as a short-range 
(10 meters) cable replacement for linking portable consumer electronic products, but it 
can also be adapted for printers, fax machines, keyboards, toys, games, and virtually 
any other digital consumer application.  More than a thousand companies are now 
members of the SIG, signifying the industry’s unprecedented acceptance of the 
Bluetooth wireless technology. 
The Bluetooth wireless technology specification provides secure, radiobased 
transmission of data and voice. It delivers opportunities for rapid, ad hoc, automatic, 
wireless connections, even when devices are not within the line of sight.  Bluetooth is 
a single chip, low-power, wireless communication module. The radio operates in the 
globally available 2.4GHz ISM band.  Bluetooth channels use a Frequency 
Hopping/Time Division Duplex (FH/TDD) scheme.  FH systems divide the frequency 
band into several hop channels.  The FH channel of Bluetooth makes use of equally 
spaced 79 1-MHz hop channels defined in the 2.4 GHz ISM band.  On average, the FH 
sequence visits each carrier with equal probability.  TDD divides the channel into 
consecutive time slots, each slot lasting 625 sµ ; a different hop channel is used for 
each slot.  This gives a highest hop rate of 1600 hops/sec.  During a connection, the 
radio transmitters and receivers are synchronized to hop from one channel to another in 
a pseudorandom fashion.  With Gaussian Frequency Shift Keying (GFSK) modulation, 
a symbol rate of 1 Mbps is achieved.  Two or more units sharing the same channel 
form a so-called piconet, where one unit acts as a master, controlling the 
communication in the piconet and the others act as slaves.  Figure 2.1 shows the 
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FH/TDD scheme.  Horizontal axis is divided into 625 sµ long time slots.  Vertical axis 
is divided in to 79 hop channels.  Bluetooth packet is transmitted in different hop 
channel [47,48]. 
 
Figure 2.1   Bluetooth FH/TDD scheme 
 
2.3 GFSK Modulation 
The modulation chosen in Bluetooth is GFSK with a nominal modulation index fh  
between 0.28 and 0.35, and a normalized bandwidth of 0.5bB T = , where bB is the 3 dB 
bandwidth of the transmitter’s Gaussian low pass filter, and T is the bit period.  The 









= ⋅ , where bT is the bit duration.  This translates to a frequency 

















be better explained after understanding the regular Continuous Phase Frequency Shift 
Keying (CPFSK).  In a memoryless FSK system, abrupt switching from one frequency 
to another in successive signaling intervals results in relatively large spectral side lobes 
outside of the main spectral band of the signal and, consequently, this method requires 
a large frequency band for transmission of the signal.  To avoid the use of signals 
having large spectral side lobes, the information-bearing signal modulates a single 
carrier in phase whose frequency is changed in a continuous manner.  The resulting 
frequency-modulated signal is phase continuous and hence called CPFSK.  This type 
of FSK signal has memory because the phase of the carrier is constrained to be 
continuous [49].  A typical sinusoidal wave is described by 
( ) cos(2 ( ))cS t A f t t
α
π θ= +	
                                                     (2-4) 
 ( )2 c
d d tf
dt dt
α θπ= +                                                               (2-5) 
where 2 bEA
T
= , bE is the energy per data bit, and cf is the carrier frequency.  ( )tθ is 
carrying the signal information. ( )d t
dt
θ is a variation of frequency.  The information is 
conveyed by phase shifts relative to the previous signal interval.  For example, for 
Minimum Shift Keying (MSK), ( )tθ is given by ( ) (0) , 0
2
t t t T
T
πθ θ= ± ≤ ≤ .  The 
information bit 1 is transmitted by shifting the phase of the carrier by / 2π  relative to 
the previous carrier phase, whereas the information bit 0 is transmitted by a / 2π−  
phase shift relative to the phase in the preceding signaling interval. 
The transmitted baseband signal is filtered before frequency modulation to further 
reduce the side lobes.  The most popular filters used for this implementation are 
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Gaussian filters and associated modulation technique is referred to as Gaussian FSK or 
GFSK.  The Gaussian filter smoothes sharp transitions of the voltage levels.  As a 
result we will have a smooth transition from one tone frequency to another that reduces 
the side lobes of the transmitted signal.  As the bandwidth of the filter becomes 
narrower, the power in the side lobes of the transmitted signal, and consequently 
adjacent channel interference, reduces.  By using GFSK modulation, Bluetooth system 
can support a raw data rate of 1 Mbps over a 1 MHz channel. 
The GFSK signal of Bluetooth can be represented by [50] 
   ( , ) cos(2 ( , ))cs t a A f t t aπ φ= +                                          (2-6) 
where 2 bEA
T
= , bE  and cf are as previously defined.  a is the random input stream, 
comprised of the data bits iα ; ( , )t aφ is the output phase deviation, given by 
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The Gaussian pulse shaping filter has impulse response ( )g t given by 
       1 / 2 / 2( ) (2 ) (2 )
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∞ −= ∫ is the standard Q-function.  Equation (2-7) can also be 
written as 
1
( , ) 2 ( )
n n L
f i f i
i n L i
t a h q t iT hφ π α π α−
= − + =−∞
= − +∑ ∑                           (2-9) 
where ( ) ( )
t
q t g x dx−∞= ∫  
 28
For Bluetooth with 0.5bB T = , we have 2L = , which means that a single data bit is 
spread over two consecutive symbol intervals.  When the signal spread exceeds the bit 
time of transmission, the energy in the side lobes of the first bit will affect subsequent 
bits leading to Inter-Symbol Interference (ISI).  The impulse response of a Gaussian 
filter is plotted in Figure 2.2 [51].  It can be found that the curve in Figure 2.2 has 
sharp edges, which means that the outside lobe introduces less ISI into the modulated 
signals.  Out-of-band energy can usually be filtered out at the receiver, thus the ISI 
over two consecutive symbols and thus the adjacent channel interference to other 
systems are ignored. 
 
Figure 2.2   Gaussian Pulse 
 













2.4 Performance of Bluetooth 
In this section, performance of Bluetooth refers to the performance of Bluetooth GFSK 
modulation.  In [38], a semi-analytical method was presented to obtain Bluetooth’s 
BER performance on an AWGN channel.  A more accurate GFSK BER calculation 
was discussed and obtained in [39].  Recently, in [40], a straightforward and 
approximate formula was presented.  Thus all these methodologies are briefly 
introduced under this section.  Results obtained from these three literatures coincide 
for low signal to noise ratio. 
 
2.4.1 Under AWGN Channel 
2.4.1.1 Semi-analytical Approach 
In [38], a semi-analytical approach is used to obtain the overall system performance.  
A bit level simulation combined with a protocol level simulation was implemented.  
We briefly introduce some important points.  As the error probability is highly 
dependent on the implementation of the receiver, the proposed receiver model under 
AWGN noise is shown in Figure 2.3. 
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A limiter-discriminator with post-detection integrate and dump filtering (LDI) is used.  
This receiver consists of a pre-detection bandpass filter (BPF), a limiter-discriminator 
(LD), and an integrate and dump filter (I&D).  The final block is the hard limiter, 
which compares the output phase with a decision level.  The pre-detection bandpass 
filter is a Gaussian filter with an equivalent lowpass impulse response, ( )rh t , given by 
[52] 
( )2 22ln 22( )
ln 2
rB t
r rh t B e
ππ  −   =                                         (2-10) 
where rB is the 3 dB bandwidth.  The optimum bandwidth for this filter is 
2 1.1/IF rB B T= = .  The discrete impulse response of this filter is obtained by 
sampling and truncating ( )rh t . 
The output of the receiver pre-detection filter can be represented using its inphase and 
quadrature components, ( )X t and ( )Y t , respectively, as 
( ) ( ) cos(2 ) ( )sin(2 )
( )cos[2 ( )]
c c
c
e t X t f t Y t f t




= +                                (2-11) 
The limiter-discriminator output is thus 
                2 2
( ) ( ) '( ) '( ) ( )'( )
( ) ( )
d t X t Y t X t Y tt
dt X t Y t
ψψ −= = +                              (2-12) 
The discrete impulse response of an ideal differentiator is 
             2
cos( ( / 2)) sin( ( / 2))[ ]
/ 2 ( / 2)diff
n M n Mh n
n M n M
π π− −= −− −                    (2-13) 
Truncate this impulse response using a Kaiser window with 5M = and 2.4β = , and 
then use it to approximate the derivatives of the quadrature components required in 
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computing Eq. (2-12).  Another approach to implement this filter is to use a simple 
difference equation. 
The integrate-and-dump filter is simply a rectangular filter with impulse response 







≤ <=                                          (2-14) 
The discrete-time filter is obtained by sampling ( )IDh t .  The amplitude of the filter 
were normalized to 1.  The appropriate sampling time for the system is chosen at the 
maximum eye opening.  A simulation is run by generating extensive random signals.  
To compare the received data via LDI receiver with the original ones, the Bluetooth 
performance in terms of BER and SNR in the AWGN channel is thus obtained via this 
model. 
 
2.4.1.2 Accurate Theoretical Approach 
In [39], the theoretical BER performance of GFSK is described.  They proposed a 
method for calculating the BER performance of a GFSK system with a post-detection 
filter and a tank circuit as well as a pre-detection filter, which the system model is 
shown in Figure 2.4.  Tank circuit and the post-detection filter can eliminate the higher 




Figure 2.4   System model 
A low-pass equivalent expression of the received signal 1( )v t filtered by a pre-detection 
filter is given by 
1( ) ( ) ( ) ( )s Iv t v t n t v t= + +                                   (2-15) 
where ( )sv t is the signal of the channel under consideration, ( )n t is the additive 
Gaussian noise, and ( )Iv t is the interference signal. 
The output signal 2 ( )v t of the limiter is given by 
1
2 * * *
1
( ) ( ) ( )( )4 4( )
( ) ( ) ( ) ( )
s I
s I
v t n t v tv tv t
v t v t n t v tπ π
+ += = + +                 (2-16) 
where * indicates the complex conjugate. 
3 ( )v t is obtained by convoluting 2 ( )v t with the impulse response ( )Th t , which is 
3 * * *
1
* *
( ) ( ) ( , )4( ) ( )
( ) ( ) ( , )
( ) ( ) ( , )4 ( ) 1
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+ += + +
  +  ≈ ⋅ + ℑ  + +   
∫
∫
           (2-17) 
Demodulation is carried out by multiplying 2 ( )v t by the complex conjugate of 3( )v t .  
The resultant output signal 4 ( )v t is given by  
q(t) BPF Mod. LD [ iα ] [ iα ] 
n(t)
BPF: Pre-detection Bandpass Filter 









        [ ]2 ** 24 2 3 * *( , )4( ) ( ) ( ) ( ) ( ) ( )T s
v t sv t v t v t h s ds





   = ℜ ≈ ℑ ℑ    +   ∫             (2-18) 
The signal 4 ( )v t is filtered by the post-detection filter and the output signal 5 ( )v t of the 
filter is given by 
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 − ≈ ℑ ℑ ⋅   − + −   
∫
∫ ∫              (2-19) 
A data decision is made by using the polarity of the output signal 5 ( )v t of the post-
detection filter at sampling time 0t t= with sampling periodT .  Finally, the average 








= ∑              (2-20) 
where ( )keP is the conditioned error probability for the kth data sequence, which the 
maximum sequence length needed to account for inter symbol interference is 7 bits.  N 
is the number of possible sequences, which is equal to 128 in the model.  Thus GFSK 
BER performance can be plotted using Eq. (2-20). 
 
2.4.1.3 Approximate Theoretical Approach 
However, due to the low cost requirements of Bluetooth, noncoherent receivers are 
used almost exclusively.  A lower bound on error probability can be found by 
considering the performance of the noncoherent detection of full response binary 
correlated ( 0.5h < ) FSK signals.  This is a lower bound because it does not account 
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for the additional losses that occur due to ISI induced by the use of partial response 
GFSK signaling.   
A lower bound on Bluetooth GFSK (given the modulation index 0.32h = ) error 
probability is given by [40] 
                
2 2
1 0
1( , ) exp( ) ( )
2 2e
a bP Q a b I ab+= −                              (2-21) 
where ),(1 baQ is the Marcum Q function, )(0 abI is the modified Bessel function of zero 














ρ= + − , 




πρ π= .  It is found that using the results 
of [39] in place of the performance of full response signaling degrades performance by 
5-10 dB, depending on the receiver implementation.  Therefore, to obtain a result that 









− in the computation of Eq. (2-21), and then we can get 
Bluetooth’s BER performance in terms of SNR, which is plotted in Figure 2.5.  
Comparing the results in [38-40], we found they are close fit in the condition of SNR 
between 0 and 20 dB. 
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Figure 2.5   Bluetooth BER performance under AWGN channel 
 
2.4.2 Under Fading Channel 
Interference is also caused by multipath fading, which is characterized by random 
amplitude and phase fluctuations of the signal received at the receiver.  The reliability 
of the communications channel is typically measured by the mean bit error rate.  For 
Bluetooth, ( )eP γ is the error probability of GFSK modulation at an instantaneous 
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∞   = − − + − − ⋅      






           (2-22) 
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whereγ is the average SNR. 
The performance of Bluetooth in the fading channel as a function of SNR is plotted in 
Figure 2.6.  K is selected as 0, 5 and 10 respectively for Rayleigh, Rician fading. 






























Figure 2.6   Bluetooth BER under fading channels 
 
2.4.3 Under Interference 
The frequency hopping (FH) sequence is determined by the master unit in a Bluetooth 
piconet.  The FH patterns for different Bluetooth piconets are uncoordinated, so that 
multiple piconets operating in the same geographical area will interfere with each other.  
Two important parameters associated with the receiver are the average signal-to-noise 
ratio, SNR, and the average signal-to-interference ratio, SIR, defined as 
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=             (2-23) 
SP is the desired signal power; IP is the interference power, while nP is the noise power 
in the receiver’s frequency band.  The exact distribution for the total co-channel 
interference is not known.  Generally, the interference is approximated as Gaussian 
[53-55].  The assumption will be well explained in section 4.2.  The performance 
evaluation at the Bluetooth receiver is detected based on the ratio of signal to 




with /( )S I nP P P+ in Eq. (2-21), we obtained the BER performance of GFSK 
modulation under interference.  Given a certain value of SIR and SNR , the SINR in 




P P SIR SNR
⋅= =+ +                (2-24) 
The co-channel interference will be the dominating source of interference.  In 
Bluetooth, a carrier to co-channel interference ratio / co channelC I − of 11dB is required.  
The BER performance of a Bluetooth under co-channel interference ratio of 5, 11 and 
15 dB is shown in Figure 2.7.  Fading is considered as well with interference together.  
The effect of both of them is shown in Figure 2.8.  Thus far, we find the model of [40] 
is flexible for the performance analysis of Bluetooth in the PHY layer.   
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Figure 2.7    Bluetooth BER under interference and AWGN channel 



































Figure 2.8    Bluetooth BER performance under interference and fading channels 
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2.5 IEEE 802.11b Overview 
Final approval of the IEEE 802.11 standard for WLAN in 1997 has positioned this 
technology to fulfill the promise of truly mobile computing.  The standard discloses 
WLAN network architecture, including the PHY and the MAC layer specifications.  
The IEEE 802.11 standard actually provides for three variations of the PHY layer.  
These include Direct Sequence Spread Spectrum (DSSS), Frequency Hopping Spread 
Spectrum (FHSS), and Infrared (IR).  The basic data rate is 1 Mbps encoded with 
Differential Binary Phase Shift Keying (DBPSK), and an extended data rate of 2 Mbps 
using Differential Quadrature Phase Shift Keying (DQPSK).  To seek higher data rates 
allowing wireless functionality comparable to Ethernet, shortly after the IEEE 802.11 
standards approved a 1 and 2 Mbps standard for WLANs, a higher rate extension to the 
physical layer of the standard is named IEEE 802.11b, which applies to wireless LANs 
and provides 11 Mbps transmission (with a fallback to 5.5, 2 and 1 Mbps) in the 2.4 
GHz band [56].  In most of the WLAN products on the market, products based on the 
IEEE 802.11b technology have a significant presence in practice.  Thus in this thesis 
only 802.11b is considered as our main research object.  The first and second rates of 1 
and 2 Mbps are achieved by DBPSK and DQPSK with direct sequence spread 
spectrum using an 11 chip Barker code; the chip rate is 11 Mchips/sec.  The third and 
last rates of 5.5 Mbps, 11 Mbps are obtained using a Complementary Code Keying 
(CCK) modulator, also achieved at 11 Mchips/sec.  A DSSS or CCK transmitter 
converts the data stream into a symbol stream where each symbol represents a group of 
bits to spread over a relatively wideband channel.  In all modes, the occupied 
bandwidth is about 22 MHz.  With a total bandwidth of 83.5 MHz available in the 2.4 
GHz band, there are three non-overlapping channels for IEEE 802.11b system defined 
in the 2.4 GHz band.  The Basic Service Set (BSS) is the fundamental building block 
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of the IEEE 802.11 architecture.  A BSS is defined as a group of stations that are under 
the direct control of a single coordination function, i.e. a Distributed Coordination 
Function (DCF) or Point Coordination Function (PCF).  The geographical area covered 
by the BSS is known as the Basic Service Area (BSA), which is analogous to a cell in 
a cellular communications network.  Conceptually, all stations in a BSS can 
communicate directly with all other stations in a BSS [57]. 
   
2.5.1 DSSS 
DSSS technique is used to ensure that communications can continue in the presence of 
an interfering system, although throughput will suffer. DSSS uses a secondary 
modulation, faster than the information rate, to spread the frequency domain content 
over a larger band, creating a lower power spectral density.  At the DSSS modulator, 
the information signal is multiplied by a pseudorandom binary-valued sequence that is 
used to spread the transmitted signal into a symbol stream.  The employed 
pseudorandom sequence has good autocorrelation properties to allow the receiver to 
recover bit timing.  The spreading sequence employed in 802.11b is an 11 chip length 
Barker sequence, which is nc =  {+1,-1,+1,+1,-1,+1,+1,+1,-1,-1,-1} [56].  The output 
of the modulator is a spread spectrum signal occupying a wideband channel of 22 MHz.  
At the receiver, the DSSS demodulator multiplies the received signal by the Barker 
code sequence.  This causes the data signal to be returned to its original form.  Signal 
spreading and despreading schemes can be understood from Figure 2.9.  However, 
DSSS is bandwidth inefficient in that it uses a number of chips to transmit a single bit 
of information.  This inefficiency is the tradeoff to achieve interference rejection, or 
the ability to have reliable communications even in the presence of an interfering 
signal.  In Figure 2.9, we see the transmitting data signal on the radio channel has a 
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lower power spectral density covering a larger frequency band.  Suppose the spread 
signal is transmitted in the presence of narrowband interference, the despreading 
operation at the receiver will recover the wide band spread spectrum signal back to the 
original data bandwidth, while the narrowband interference is spread to a wide 
bandwidth, and causes much lower interference to the data signal.  The effect of 
spreading narrowband interference to wide band and despreading information signal 
back to information band is called processing gain.  The processing gain ( cL ) of the 
DSSS system is the ratio of the chip rate to the bit rate, or is usually defined as 
    C
spread bandwidthL
Information bandwidth
=          (2-25) 
The 11-chip Barker code using in DSSS of 802.11b increases the processing gain at 




  =   .  For DQPSK modulation 




  =   . 
 
 
Figure 2.9   Direct sequence spread spectrum 
PN sequence of chips 
Data signal 
Spread signal 
Received spectra with interference Despread spectra with interference
Interferer Data signal 
Spread interferer 
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2.5.2 DBPSK and DQPSK Modulations 
The operation of Differential Phase Shift Keying (DPSK) modulation can be better 
explained after understanding the regular Phase Shift Keying (PSK). In a PSK, 
information of signals is conveyed in a carrier with relative phase shift.  For Binary 
PSK, the pair of signals, 1 or 0, is conveyed in a relative phase shift of 180 degrees; for 
Quaternary PSK, the signals, 00, 01, 10 or 11, are conveyed in a relative phase shift of 
90 degrees.  Demodulation is based on the estimation of the carrier phase. 
DPSK modulation differs from PSK in a way that there is no direct phase assignment 
to every symbol; instead, the difference between the current and previous phase is 
detected and that change in phase indicates the change in the symbol. For example, in 
the simplest form of DBPSK, 1 may cause a phase shift of π whereas 0 causes no 
phase change, or vice versa. At the receiver the phase of each symbol is compared with 
that of the previous symbol, which means that there is a need for delaying the received 
signal by one symbol length in time. A phase change indicates a 1 is received, no 
phase change indicates 0. The DPSK is employed in the IEEE 802.11b standard 
because differential modulation overcomes the need for coherent detection necessary 
in PSK systems, in other words there is no need for estimation of the carrier phase, and 
therefore the receiver design is much simpler.  Usually the performance of DPSK is 3 
dB poorer than that of PSK.  






P be −=               (2-26) 
In the case of DQPSK, the probability of a binary digit error for four-phase DPSK with 
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2.5.3 CCK Modulation 
Shortly after the 802.11 standards board approved a 1 and 2 Mbps standard for 
WLANs in 1997, Harris Semiconductor and Lucent Technologies developed an 
approach called Complementary Code Keying (CCK) to satisfy increasing market 
demand for higher data rate WLAN.  CCK modulation has the same chip rate and 
therefore the same bandwidth as the lower rates.  This makes it interoperable with the 
existing 1 and 2 Mbps networks by incorporating the same preamble and header that 
already has a rate change mechanism.  In July 1998, the 802.11 working group adopted 
CCK as the basis for the high rate PHY layer extension to deliver data rates of 5.5 and 
11 Mbps at the 2.4 GHz.  CCK abandons spread spectrum techniques in favor of error 
correction.  FCC regulations for the ISM band require at least 10 dB of processing gain.  
CCK achieves this without being a spread spectrum signal, which is usually defined as 
processing gain.  The processing gain is achieved instead via bandwidth reduction 
(9dB) and coding gain (2 dB) [58].  Therefore up to 11 times the bit rate could be 
achieved in the same bandwidth with higher-level modulation and comparable 
interference rejection.   
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CCK can be described as a variation of M-ary orthogonal keying using codes with 
complex symbol structure [58,59].  To easily understand CCK modulation, it is 
compared to Walsh Codes.  Walsh functions were used for M-ary Bi-orthogonal 
keying (MBOK).  They are the most well known orthogonal BPSK vector set and 
available in 8 chip vectors.  A set of M Bi-orthogonal signals are constructed from 
1
2
M orthogonal signals by including the negatives of the orthogonal signals.  Walsh 
codes are formed by performing a simple operation as illustrated in Figure 2.10.  In a 
Walsh code structure, the first row has all 1s.  Remaining rows contain an equal 
number of 1s and 0s.  For the 8-ary case, there are 8 BPSK chips; each chip has two 
possible phases, ±1, that have a maximum vector space of 28=256 code words of 
which one can find sets of 8 that are mutually orthogonal.  This 8 mutually orthogonal 
sets could be picked up from the space as the function of M=8 in Figure 2.10.  For 
CCK, there are 8 complex chips, each chip has four possible phases, ±1, ±j, that 
have a maximum vector space of 48=65536 possible code words, and sets of 64 that are 
nearly orthogonal.  The 8 complex chips comprise a single symbol.  By making the 
symbol rate 1.375 Msymbol/sec the 11 Mbps waveform ends up occupying the same 
















































Figure 2.10   Forming Walsh Codes by successive folding 
 
The 8 chips CCK code words are derived from the following formula [60,61]: 
{ }1 2 3 4 1 3 4 1 2 3 1 31 2 4 1 4 1 2 1( ) ( ) ( ) ( )( ) ( ) ( ), , , , , , ,j j j jj j j jc e e e e e e e eϕ ϕ ϕ ϕ ϕ ϕ ϕ ϕ ϕ ϕ ϕ ϕϕ ϕ ϕ ϕ ϕ ϕ ϕ ϕ+ + + + + + + ++ + + += − − (2-28)                
In it there are 4 phase terms.  1ϕ  modulates all the chips and is used for the QPSK 
rotation of the whole code vector.  The other three modulate every odd chip ( 2ϕ ), 
every odd pair of chips ( 3ϕ ) and every odd quad of chips ( 4ϕ ) respectively.  The phase 
of each chip is as follows: 
                                                 
1 1 2 3 4
2 1 3 4
3 1 2 4
4 1 4




φ ϕ ϕ ϕ ϕ
φ ϕ ϕ ϕ
φ ϕ ϕ ϕ
φ ϕ ϕ π
φ ϕ ϕ ϕ
φ ϕ ϕ
φ ϕ ϕ π
φ ϕ








                              (2-29) 
The eight equations can be transformed into matrix expression: 
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1 1 1 1 0
1 0 1 1 0
1 1 0 1 0
1 0 0 1
1 1 1 0 0
1 0 1 0 0
1 1 0 0
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          (2-30) 
The data bit stream is partitioned into 8 bit bytes as ( 7, 6,..., 0d d d ) where 0d  is the 
Least Significant Bit (LSB) and first in time.  The 8 bits are used to encode the phase 
parameters.  The phases, 1 4 to ϕ ϕ , are defined according to the scheme shown in Table 
2.1.  Encoding is based on differential QPSK modulation specified in Table 2.2. 
Table 2.1   Phase parameter encoding scheme 
DIBIT Phase parameter 
( 1, 0d d ) 1ϕ  
( 3, 2d d ) 2ϕ  
( 5, 4d d ) 3ϕ  
( 7, 6d d ) 4ϕ  
 
Table 2.2   DQPSK modulation of phase parameters 
DIBIT( 1,i id d+ ) Phase 
00 0 
01 π  
10 / 2π  
11 / 2π−  
 
Chip phase generator matrix (Eq. 2-30) can specify 256 code words, but only 64 sets 
of 256 are nearly orthogonal.  To make 11 Mbps CCK modulation, the transmitted data 
is grouped into 8 bit bytes, where the 6 bits, 2d to 7d , are used to select one of 64 
complex vectors of 8 chip length for the symbol and the other 2 bits ( 0, 1d d )modulate 
the entire symbol via QPSK. To get a half data rate version, the 5.5 Mbps CCK mode, 
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a subset of 4 of the 64 vectors having superior coding distance is used.  The incoming 
data is grouped into 4 bit nibbles, where 2 of those bits select the 8 chips code word 
out of a set of 4, while the remaining 2 bits modulate the symbol via QPSK.  The 
spreading sequence then modulates the carrier by driving the I and Q modulators via 
DQPSK [58, 59].  The chip rate is maintained at 11 Mchip/sec for all modes.  Figure 
2.11 shows the block diagram of the CCK modulator circuit. 
 
Figure 2.11   Block diagram of HFA3861 modulator circuit 
At the demodulator, the optimum receiver correlates the received signal with the 
codeword set.  For the cases where the number of phases M is larger than 2, maximum 
likelihood decoding becomes too complex for practical implementation.  Hence a 
suboptimum decoding techniques is applied.  One way to decode the phases which are 
applied to all elements of a complementary code is to calculate the phases of complex 
samples.  For the length 8 code with complex samples ix , the phase equations are given 
by [60]: 
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where arg{} means calculation of the phase of a complex vector and * denotes the 
complex conjugate.  In order to convert the phases to bits, decisions have to be made 
concerning which constellation points are closest to the phases found, just as is done in 
normal phase shift keying.  The four phase variables each take on values from 
[ 0, / 2, ,3 / 2π π π ], and there are 256 ( 4 64× ) possible 8 chip codes.  Demodulation of 
the CCK modulated signal is done coherently in the Intersil HFA3861A baseband 
processor by a RAKE receiver implementation which features a matched filter and 
Fast Walsh Transform (FWT) block, as be shown in Figure 2.12.  A bank of 64 
correlators followed by a picker circuit determines which code was transmitted giving 
6 bits of the data word (in the 11 Mbps mode).  To decode a particular received signal, 
we correlate the particular code word with the 64 correlators and choose the one that is 
closest to the received signal, and map that code word back to data bits.  The other 2 
bits of the 8-bit data word are determined from the QPSK phase of the symbol.   
 
Figure 2.12   HFA3861 RAKE receiver 
Instead of getting the processing gain by multiplying a signal with Barker code as 
802.11b lower rates, CCK achieves its processing gain by encoding a signal to a 
spreading code.  The spreading code length is 8 chips and based on complementary 
codes.  For the 5.5 Mbps data rate 4 bits are encoded into 8 chip long code word, 
consequently the code rate is 1/ 2 .  For the 11 Mbps data rate the code rate is 1, since 8 
















coded by the complementary code, the SNR at the output of a soft-decision decoder is 
increased by the coding gain, defined as [62] 
minc cG R d=               (2-32) 
where cR is the code rate and mind is the minimum Euclidean distance of the code.  The 
minimum distance of CCK can be found by observing that a minimum distance 
between two code words is obtained if N/2 symbols have a minimum phase rotation 
of 2 / Mπ , where M is the number of phases.  Thus the minimum Euclidean 






π= −             (2-33) 
For CCK with 8N =  and 8M = , the minimum distance is 1.53.  The subset of 4 
vectors for 5.5 Mbps CCK mode is chosen from CCK 64 vectors that having superior 
coding distance.  According to the details in [58], we can assume both CCK modes 
have the same coding gain.  We summarize DSSS and CCK features of 802.11b in 
Table 2.3. 
Table 2.3   DSSS and CCK physical features of 802.11b 
data rate  
( R ) 
1 Mbps 2 Mbps 5.5 Mbps 11 Mbps 
 bits/symbol 1 bit 2 bits 4 bits 8 bits 
code word 
chips 
11 chips 11 chips 8 chips 8 chips 
spreading gain 
( cL ) 
11 5.5 2 1 
code gain  
( cG ) 
-- -- 1.53 1.53 
energy of bit 
( bE ) 
11 cE  5.5 cE  2 cE  cE  
SNR 
( 0/c bG E N⋅ ) 
0/bE N  0/bE N  01.53 /bE N⋅  01.53 /bE N⋅  
SINR 
0/( / )b b cE N I L+
0/( /11)b bE N I+ 0/( / 5.5)b bE N I+ 01.53 /( / 2)b bE N I⋅ +  01.53 /( )b bE N I⋅ +
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2.6 Performance of IEEE 802.11b 
In this section, the performance of IEEE 802.11b in terms of BER is evaluated under 
an AWGN channel, Rician and Rayleigh fading channel, as well as the co-channel 
interference. 
 
2.6.1 Under AWGN Channel 
2.6.1.1 DSSS 
In an AWGN channel, the probability of error for a DS spread spectrum system 
employing binary PSK is identical to the probability of error for unspread binary PSK 
[62].  Therefore, the performance of DBPSK and DQPSK is easily obtained through 
Eq. (2-26) and Eq. (2-27). 
 
2.6.1.2 CCK 
The error probability for CCK modulation is highly dependent on the implementation 
of the receiver.  We establish our analysis based on the RAKE receiver proposed in [61] 
and [58].  The RAKE receiver is implemented in the PRISM98 chip set which features 
a matched filter and Fast Walsh Transform block.  A bank of 64 correlators followed 
by a picker circuit determines which code was transmitted giving 6 bits of the data 
word.  The other 2 bits of the 8-bit data word are determined from the QPSK phase of 
the symbol.  So we can suppose the demodulations of DQPSK and CCK are 
independent, i.e. error probabilities of the first 2 bits and of the remaining bits are 
independent, we can obtain an average bit error rate for CCK modulation, which is 
given by: 
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+= +                                     (2-34) 
where k is the number of data bits (2 or 6) demodulated from CCK code word, 1P  is the 
average bit error rate for DQPSK (given by Eq. 2-27), 2P  is the average bit error rate 








= −              (2-35) 
where 
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∫ ∫             (2-36) 
Parameters used in equations (2-34) and (2-36) are specified as listed in Table 2.4. 
Table 2.4   Parameters for CCK BER calculation 
Data rate  k  Code length SE  M-ary orthogonal 
sets 
5.5 Mbps 2 8 chips 2 bE  4 
11 Mbps 6 8 chips 6 bE  64 
The 802.11b modulations performance in AWGN channel are shown in Figure 2.13.  
For low SNR, CCK 11 Mbps rate performs best; 5.5 Mbps is second best; then 
DBPSK and DQPSK.  However, as shown in Table 2.3, the average bit energy for 
higher rates is much weaker than that at lower rates if we assume that the transmit 
power is fixed.  On the other hand, experimental results have showed that higher rates 
are only desirable for short range operation and fewer interferers.  For the latter one, it 
is because CCK modulation does not have spreading gain at the higher rates, thus its 
ability to combat interference is worse at higher rates.  By considering the average bit 
energy, CCK actually performs poorer than DSSS, which is shown in Figure 2.14. 
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Figure 2.13   802.11b modulations performance under AWGN channel 































Figure 2.14    802.11b BER performance under AWGN channel of four rates 
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2.6.2 Under Fading Channel 
IEEE 802.11b wireless local area networks are normally deployed in office and 
housing environments and cover up to 100 meters.  The radio channel in indoor 
environment has been assumed to be flat slow fading and the envelope of the signal 
associated with the entire packet is multiplied by the same channel gain which is 
Rayleigh or Rician distributed. 
We have given the method to calculate the mean bit error rate of an arbitrary 
modulation in a fading channel in section 2.1.  So we do not repeat it here, and plot the 
results directly in Figure 2.15.  It is found that the performance for 1 Mbps on the 
Rician (K=10) and Rayleigh fading channel is 3 dB and 6 dB poorer than that on an 
AWGN channel; the performance for 2 Mbps is 1 dB and 4 dB poorer than that on an 
AWGN channel; 5.5 Mbps is 1 dB and 2 dB poorer than that on an AWGN channel; 
and the 11 Mbps does not perform obviously different in fading channel. 
































Figure 2.15   802.11b BER performance under fading channel 
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2.6.3 Under Interference 
As the unlicensed 2.4 GHz ISM band opens to a wide variety of signals such as 
microwave ovens, cordless telephones, WPANs, etc, an 802.11b station will inevitably 
encounter interference from other devices.  We still assume that the interference 
distribution is Gaussian, therefore the performance of 802.11b in terms of BER can be 
evaluated under interference.  The 802.11b standard does not specify a carrier to co-
channel interference ratio for a certain modulation type.  Here, we select SIR of 10 dB 
to evaluate the BER performance under interference.  Figure 2.16 shows the BER 
performance under 10 dB SIR and AWGN channel.  Figure 2.17 shows the 
performance under interference and fading channel.  





































Figure 2.16   802.11b BER performance under interference 
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Figure 2.17   802.11b BER performance under interference and fading channels 
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CHAPTER 3 
COLLISION PROBABILITY ANALYSIS IN MAC LAYER 
 
Both systems are operating in the 2.4GHz ISM band.  Using FH Spread Spectrum 
technique, Bluetooth utilizes the whole bandwidth of 2.4GHz ISM band.  IEEE 802.11 
only occupies 22MHz of the same frequency band.  Thus the problem of band sharing 
occurs.  It is worthwhile to note that neither Bluetooth nor 802.11b was designed with 
specific mechanisms to combat the interference generated by each other, except for 
some limited interference immunity due to the nature of spread spectrum technology.  
As a fast frequency hopping system, Bluetooth assumes that it will hop away from bad 
channels, minimizing its exposure to interference.  The 802.11b MAC layer, based on 
the Ethernet protocol, assumes that many stations share the same medium, and if a 
transmission fails, it is because two 802.11b stations tried to transmit at the same time. 
In order to define mechanisms for the coexistence of IEEE 802.11 and Bluetooth 
devices operating in a common area, it is imperative to develop an appropriate model 
to evaluate the effects of their mutual interference, i.e. the interaction of Bluetooth on 
802.11b and vice versa.  In this chapter we study both systems’ collision probability.  
When studying mutual collision interference, we want to reduce the effects of traffic 
patterns and concentrate on the effects of time/frequency overlap between the two 
systems.  We make two assumptions: (1) that the 802.11b WLAN is constantly 
transmitting and (2) that any Bluetooth piconet has packet transmitted in each slot time.  
These correspond, in some sense, to the worst case scenario.  In a real system, there 
will be times when the interferer is off.   
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3.1 Bluetooth Channel Definition 
Bluetooth technology allows wireless connection set up between Bluetooth-enabled 
devices.  Bluetooth provides for ad hoc network structures.  The device paging other 
Bluetooth devices to ask for service could establish a so called piconet, and the paging 
device is assigned the master role; while the other devices are called slaves.  Within a 
so called piconet, transmission of all units belonging to the same piconet is 
synchronized.  The master unit determines the hopping sequence, the timing, and the 
scheduling of all packets in the piconet.   
There could be a lot of Bluetooth-enabled devices placed in a closed physical area, 
thus possibly a multi-piconet environment is formed.  A FHSS technique allows a 
Bluetooth transmitter to use the whole 2.4 GHz ISM band by hopping from one 
frequency to another, but the FH patterns in different piconets are totally incoherent, 
thus multiple piconets can coexist in a close geographic area and share this 79 MHz 
frequency band.  However, because there is no collaboration among piconets, a desired 
piconet is possible under interference from other competing piconets.  Interference 
occurs when interfering packets hop to the same frequency of the desired packet at the 
same time.  In this chapter we only consider the collision probability of a piconet in a 
multi-piconet environment.  Whether the collision causes destruction of the packet will 
be discussed in Chapter 4. 
Time-division-duplexing (TDD) is employed in each Bluetooth link.  TDD divides the 
channel in a sequence of slots.  Each slot is 625 sµ long.  By using a polling scheme, 
the master unit controls all traffic in a piconet.  The master transmission is limited to 
even-numbered slots, while the slave transmission is only permitted to send in odd-
numbered slots. Having been selected by the master, the slave is only allowed to 
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transmit in the immediate successive odd-numbered slot.  Thus a Bluetooth device is 
both a transmitter and a receiver, but not at the same time (half-duplex systems); i.e. in 
each time there is only one packet transmitting in a piconet, which prevents collision 
among slaves. The TDD transmission timing is illustrated in Figure 3.1.  
 
 
Figure 3.1   Transmission timing example 
 
3.2 802.11 Channel Definition 
802.11b physical layer makes use of DSSS at 1 and 2 Mbps data rates, and makes use 
of CCK scheme at 5.5 and 11 Mbps data rates.  A DS transmitter spreads the data 
stream into wideband symbol spectra with relatively low energy over a relatively 
wideband channel of 22 MHz; while CCK employs the same chipping rate and 
spectrum shape as the 802.11 Barker code spread functions.  In all modes, the occupied 
bandwidth is about 22 MHz.  Once a link is set up, 802.11b system does not hop.  So 
the collision probability that a 802.11b packet collides with the Bluetooth packet is 
22 / 79 .  As the basic medium access control protocol of the 802.11b standard is a 
Distributed Coordination Function (DCF) that allows for automatic medium sharing 
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packet allowed to transmit in the channel, which prevents collision among 802.11b 
stations.   
 
3.3 Collision Probability of Bluetooth 
3.3.1 Impact from Competing Piconets 
In order to simplify the analysis, we assume that the link is continuously established 
and every piconet is operating under full traffic load. Full traffic load means there is a 
packet transmitted in each slot in a piconet.  By using TDD scheme, only one packet at 
most is transmitted in each piconet at a time.  We assume a number of piconets coexist 
with the desired piconet.  Two factors affect the collision probability.  The first one is 
that an interfering packet overlaps the desired packet in the same frequency and time. 
In Bluetooth, a specific frequency hopping pattern is assigned for each piconet.  This 
pattern is determined by the master’s identity and clock phase.  Change of identity of 
the piconet will change the hopping sequence, allowing different piconets to operate 
with different set of random sequences.  The frequency hopping strategy used in 
Bluetooth allows each frequency is visited at an equal probability.  Thus the 
probability that one interfering packet selects the same channel as the desired packet is 
(1/79).  The second factor is that a long packet suffers a larger collision probability 
than a short packet.  A Bluetooth packet can be 1, 3 or 5 time slots long and are 
transmitted in consecutive slots in the same frequency channel.  A desired packet may 
subject to interfering packets of 1, 3 or 5 time slots long.  Thus the collision probability 
for different packet length is calculated respectively.   
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Figure 3.2   Diagram of a Bluetooth packet overlaps a number of hops  
Since any two piconets are not synchronized to packet boundaries, and their packet 
could be any length of 1, 3 or 5 time slots, the desired packet may experience several 
dangerous hops where the number is dependent not only on the packet length but also 
on the time offset between the desired and the interfering packets. As shown in Figure 
3.2, consider a packet of duration H and let L be the duration of a hop.  The minimum 
number of hops that the packet overlaps is /H L   ; in this illustration it is 3. The 
maximum number of hops that the packet overlaps is / 1H L +   , where x    is the 
smallest integer greater than or equal to x .  In practice, a transmitted packet includes a 
data portion and an idle portion.  The idle portion is the interval starting from the time 
that the previous packet finishes to the time that the subsequent packet arrives, which 
does not include useful information.  We denote by PT the duration of the desired 
packet transmission and by BT , the duration of an interfering packet.  We denote 
by BIT the interval between two interfering packets including packet transmission 
time BT and an idle period BI BT T− .  The actual number of hops that a packet overlaps 
depends upon the relative timing of the start of the packet and the hop.  The values 
of PT , BT  and BIT represented in different Bluetooth packet types are given in Table 3.1.  




packets.  Thus the table shows 1 (3 or 5)-slot packet collided by 1, 3 or 5 slot 
interfering packet respectively, which totally has nine situations of collision. 
Table 3.1    A Bluetooth collided in nine situations 
      desired 
 
interfering parameters 
1-slot time  
( sµ ) 
3-slot time  
( sµ ) 
5-slot time   
( sµ ) 
1-slot time 










































• Collision probability for single time slot packet 
 
Figure 3.3   Collision exposition for a 1-slot time packet collided by 1-slot time packet 
A single time slot packet is the shortest packet length defined in Bluetooth.  During the 
transmission time of the packet, 1-slot packet may overlap a maximum of two 
( / 1P BIT T +   ) hops.  We analyze a 1-slot packet colliding with a 1, 3 or 5 time slots 
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another 1-slot packet.  As random arrival time of the two packets, time offset is 
uniformly distributed between 0 and TBI.  In Figure 3.3, all possible overshift of the 
desired packet is included.  We can find that the packet experiences single dangerous 




− − ; or experiences double dangerous hops with a 
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successful probability of the packet is  
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Figure 3.5   Collision exposition for a 1-slot time packet collided by 5-slot time packet 
A 1-slot packet collided by 3- or 5-slot packet is illustrated in Figure 3.4 and Figure 
3.5 respectively.  It is found that the time period of the desired packet collision with 
single dangerous hop is 2 BI P BT T T− − , and collision with double dangerous hops is 
( )B BI PT T T− − , which leads to the same successful probability as Eq. 3-1a.  
Based on the results, we can straightforwardly extend the conclusion to any packet 
length which may experience dangerous hops from an interfering packet of the equal 
or longer length; i.e. in case of P BIT T≤ , we obtain the successful probability of the 
packet is 
                              
22 ( )78 78
79 79
BI B P B BI P
s
BI BI
T T T T T TP
T T
− − − −   = +                  (3-1b) 
For coexisting with N piconets, the collision probability of the desired packet is 
                                              ( )1 Nc sP P= −      (3-2) 
The collision probability of a 1-slot packet in the presence of N piconets is shown in 
Figure 3.6.  From Figure 3.6, assuming the collision probability of 0.1 is the least 
requirement of the performance of system, we can see if it is collided by other 1-slot 
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packets, the tolerable number of coexisted piconets should not exceed 7; if it is 
collided by 3 or 5-slot packets, the tolerable number of coexisted piconets should not 
exceed 8.   

































collided by 1-slot packets
collided by 3-slot packets
collided by 5-slot packets
 
Figure 3.6   Collision probability of a 1-slot time packet 
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• Collision probability for 3 time slots packet 
 
Figure 3.7   Collision exposition for a 3-slot time packet collided by 1-slot time packet 
A 3 time slots packet occupies 3 successive slots long in the same frequency channel.  
During the transmission time of the packet, the number of hops from a 3- or 5-slot 
packet is a maximum of two ( / 1P BIT T +   ); the number of hops from 1-slot packet is a 
maximum of four and a minimum of three.  As we have discussed above, for P BIT T≤ , 
Ps is
22 ( )78 78
79 79
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− − − −   +       .  Therefore, let us see what is the 
collision probability of a 3-slot packet collided by a 1-slot packet.  Still we use 
diagram to illustrate this collision situation.  In Figure 3.7, all possible shifts of the 
desired packet over a 1-slot interfering packet are included.  We can find that the 
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probability that the packet avoids triple hops from the hostile piconet 
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− −  ⋅   .  Thus successful probability of the packet is  
                           
3 44 (3 )78 78
79 79
BI B P B BI P
s
BI BI
T T T T T TP
T T
− − − −   = +          (3-3) 
For coexisting with N piconets, the collision probability is Eq. (3-2).                                             
The collision probability of a 3 time slots packet as the function of piconets is shown 
in Figure 3.8.  From Figure 3.8, assuming the collision probability of 0.1 is the least 
requirement of the performance of system, we can see if it is collided by other 1-slot 
packets, the tolerable number of coexisted piconets should not exceed 3; if it is 
collided by 3 and 5-slot packets, the tolerable number of coexisted piconets should not 
exceed 5 and 6.    
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Figure 3.8   Collision probability of a 3-slot time packet 
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• Collision probability for 5 time slots packet 
 
Figure 3.9   Collision exposition for a 5-slot time packet collided by 3-slot time packet 
A 5 time slots packet occupies 5 successive slots long in the same frequency channel.  
During the transmission time of the packet, the number of hops from 5-slot packet is a 
maximum of two; the number of hops from 3-slot packet is a maximum of 3 and a 
minimum of 2; the number of hops from 1-slot packet is a maximum of 6 and a 
minimum of 5.  For the packet collided by a 5-slot packet, equal length of two packets 
results in 
22 ( )78 78
79 79
BI B P B BI P
s
BI BI
T T T T T TP
T T
− − − −   = +       . Now let us see what is the 
collision probability that the packet collided by a 3-slot packet.  We use diagram to 
illustrate this collision situation.  In Figure 3.9, all possible shifts of the desired packet 
over the interfering packet are included.  We can find that the packet experiences 
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− −  ⋅   . Thus 
successful probability of the packet is  
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79 79
BI B P B BI P
s
BI BI
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− − − −   = +          (3-4) 
Preventing reduplicate work, we do not draw the diagram for the packet collided by a 
1-slot packet.  Instead, we give Ps directly as follows: 
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s
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− − − −   = +          (3-5) 
For coexisting with N piconets, the collision probability of the desired packet is Eq. 
(3-2).  The collision probability of a 5 time slots packet as the function of piconets is 
shown in Figure 3.10.  From Figure 3.10, assuming the collision probability of 0.1 is 
the least requirement of the performance of system, we can see if it is collided by 1-
slot packets, the tolerable number of coexisted piconets should not exceed 2; if it is 
collided by 3-slot packets, the tolerable number of coexisted piconets should not 
exceed 3; and if it is collided by 5-slot packets, the tolerable number of coexisted 
piconets should not exceed 4.  The coexistence number of piconets is summarized in 
Table 3.2.   
Table 3.2    The tolerable coexistence number of piconets for different packet types 
1-slot packet 3-slot packet 5-slot packet conditions 
Co-work with 7 
piconets 
Co-work with 3 
piconets 




Co-work with 8 
piconets 
Co-work with 5 
piconets 




Co-work with 8 
piconets 
Co-work with 6 
piconets 






Up to now we find that a longer Bluetooth packet suffers danger of more collision.  
However, on the other side, to reduce the interference from competing piconets, longer 
packets are suggested to use for those interfering piconets.  To balance this conflict and 
maintain fairness among all the piconets, we find 1-slot packet type is the optimal to 
each piconet for high density piconets coexistence scenario; 3-slot packet type is 
optimal for moderate density piconets coexistence scenario; while 5-slot packet type is 
optimal only in the scenario where there are few competitors.   


































collided by 1-slot packets
collided by 3-slot packets
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Figure 3.10   Collision probability of a 5-slot time packet 
• A General Expression of the Collision Probability 
 
Observing equations (3-1) and (3-3) to (3-5), it is found that all four equations have the 
same form.  If we substitute the number of dangerous hops with /P BIT T    
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or / 1P BIT T +   , we can obtain a general formula for collision probability, where Ps is 
given 
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                          (3-6) 
Given any Bluetooth packet length, Eq. (3-6) can be used to calculate the collision 
probability of a Bluetooth packet in various scenarios. 
 
3.3.2 Impact from 802.11b 
The interference from 802.11b with Bluetooth is termed frequency static interference 
because they are always from a fixed frequency band.  We assume that the 802.11b 
network has full traffic load, i.e. a packet is transmitted immediately following the 
previous one.  The packet format supported by IEEE 802.11b comprises a preamble, 
header and frame body.  The preamble and header of the frame are always transmitted 
using DBPSK at 1Mbps, while data packets can be configured for DBPSK, DQPSK or 
CCK.  Consequently an 802.11b packet transmission time is dependent on the data 
frame length and data rate used.  In the analysis, 802.11b packets are assumed to use 
fixed packet length when a link is setup between two stations and 802.11b packets do 
not hop. The collision between Bluetooth and 802.11b happens when a Bluetooth 
packet hops to the same frequency channel of an 802.11b packet.  The probability is 
22/79.  The Bluetooth packet can be 1, 3 or 5 slots long and subjects to interfering 
packets of different lengths from 802.11b.    Figure 3.11 illustrates the timing of the 
Bluetooth packet with respect to 802.11b packets.  We denote by BT and WT , the 
Bluetooth and the 802.11b packet transmission periods, respectively.  We denote 
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by WIT , the interval between two 802.11b packets including the packet transmission 
time WT and a backoff period backoffT .  backoffT considered here is the sum of several 
variables such as SIFS, DIFS, the ACK transmission time, and CW .  These 
parameters of 802.11b are defined in Subsection 3.4.1, and their values are listed in 
Table 3.3 [18][31][57].  Similarly, BIT denotes the interval of a Bluetooth packet 
transmission with idle time.   
Table 3.3   802.11b simulation parameters 
a Slot Time SIFS Time DIFS Time CWmin (slot times) 
CWmax 
(slot times) ACK 
20 sµ  10 sµ  50 sµ  31 1023 112 sµ  
 
 
Figure 3.11   Collision of 802.11b packet on Bluetooth 
Because of the presence of Tbackoff, when the Bluetooth packet hops during the duration 
of Tbackoff, there is no effect on the Bluetooth packet.  The analysis is similar to that in 
Subsection 3.3.1.  As 802.11b packets do not hop, a Bluetooth packet only experiences 
one hop danger, which is that the Bluetooth packet hops in the 802.11b network 
channel.  Regardless of the 802.11 packet length, there are only two cases to be 
considered, i.e. B backoffT T> and B backoffT T≤ .  Thus collision probability of a Bluetooth 
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  (3-7) 
The collision probability of a Bluetooth packet as the function of 802.11 packet length 
is shown in Figure 3.12.  backoffT used here is selected an average value which is given 
by 32backoffT SIFS DIFS aSlotTime ACK= + + ⋅ + .  From the result, we can see that the 
collision probability of 1-slot packet correlates with the length of an 802.11b packet.  
But for 3 or 5-slot time packet, it is a constant because their length is longer than backoffT .  


























for BT 3 and 5 slots time packet 
for BT 1-slot time packet 
 
Figure 3.12   Collision probability of a Bluetooth packet in the presence of 802.11b 
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3.4 Collision Probability of 802.11b 
3.4.1 Impact from Other 802.11b Stations 
The IEEE 802.11 MAC layer specifications common to all PHY layers and data rates 
coordinate the communication between stations and control the behavior of users who 
want to access the network.  Two fundamentally different MAC schemes, the 
Distributed Coordination Function (DCF) and the Point Coordination Function (PCF), 
are supported to transport asynchronous and time bounded services.   The DCF is the 
fundamental access method used to support asynchronous data transfer on a best effort 
basis.  The PCF is an optional capability, which is connection-oriented, and provides 
contention-free (CF) frame transfer.   The DCF which describes the default MAC 
protocol operation is based on a scheme known as Carrier-Sense Multiple Access, with 
Collision Avoidance (CSMA/CA).  Both the MAC and PHY layers cooperate in order 
to implement collision avoidance procedures.  The PHY layer samples the received 
energy over the medium transmitting data and uses a Clear Channel Assessment (CCA) 
algorithm to determine if the channel is clear.  This is accomplished by measuring the 
RF energy at the antenna and determining the strength of the received signal 
commonly known as Received Signal Strength Indicator (RSSI).  In addition, carrier 
sense can be used to determine if the channel is available.  This technique is more 
selective since it verifies that the signal is the same carrier type as 802.11 transmitters 
[18].  Figure 3.13 is a timing diagram illustrating the successful transmission of a data 
frame.  When the data frame is transmitted, the duration field of the frame is used to let 
all stations in the BSS know how long the medium will be busy.  All stations hearing 
the data frame adjust their Network Allocation Vector (NAV) based on the duration 
field value, which includes the SIFS interval and the ACK following the data frame 
[57]. 
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Figure 3.13   Transmission of an 802.11 frame without RTS/CTS 
Since a source station in a BSS cannot hear its own transmissions, when a collision 
occurs, the source continues transmitting the complete frame.  Then a virtual carrier 
sense mechanism is also provided at the MAC layer.  It uses the request-to-send (RTS) 
and clear-to-send (CTS) message exchange to make predictions of future traffic on the 
medium and updates the NAV available in other stations.  The RTS control frame is 
first transmitted by the source station.  All stations in the BSS, hearing the RTS packet, 
set their NAVs accordingly.  The destination station responds to the RTS packet with a 
CTS packet.  Upon successful reception of the CTS, the source station is virtually 
assured that the medium is stable and reserved for successful transmission of the frame.  
Figure 3.14 illustrates the transmission of a frame using the RTS/CTS mechanism.  If 
the CTS frame is not received, it is assumed that a collision occurred and the RTS 
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Figure 3.14   Transmission of an 802.11 frame using RTS/CTS 
Regardless of whether the virtual carrier sense routine is used or not, the MAC is 
required to implement a basic access procedure (depicted in Figure 3.15) as follows.  If 
a station has data to send, it waits for the channel to be idle through the use of the 
CSMA/CA algorithm.  If the medium is sensed idle for a period greater than a DCF 
interframe space (DIFS), the station goes into a backoff procedure before it sends its 
frame.  Upon the successful reception of a frame, the destination station returns an 
ACK frame after a short interframe space (SIFS).  The backoff window is based on a 
random value uniformly distributed in the interval [0, CW] where CW represents the 
contention window parameter and is varied between minCW and maxCW .  If the medium 
is determined busy at any time during the backoff slot, the backoff procedure is 
suspended.  It is resumed after the medium has been idle for the duration of the DIFS 
period.  If an ACK is not received within an ACK timeout interval, the station assumes 
that either the data frame or the ACK was lost and needs to retransmit its data frame by 
repeating the basic access procedure [18].  Therefore, collision between 802.11b 



















Figure 3.15   WLAN frame transmission scheme 
 
3.4.2 Impact from Bluetooth Piconets 
We assume that the CSMA/CA scheme in 802.11b is capable of detecting other 802.11 
devices of the same kind but cannot detect the presence of Bluetooth devices.  The 
analysis of reverse effect that Bluetooth piconets impact on an 802.11 network is 
studied in this subsection.     
We assume a number of piconets coexist with the desired 802.11b network.  In order 
to simplify the analysis, we assume that the link is continuously established and every 
piconet is in full traffic load.  By using TDD scheme, only one packet is transmitting in 
each piconet at a time.  Transmission duration of the desired 802.11b packet can be of 
any length and subject to interfering packet of 1, 3 or 5 time slots long.  As we know, 
Bluetooth packets hop from one channel to another.  During the 802.11b packet 
transmission time, the packet may experience a number of hops from Bluetooth 
packets.  The problem could be even more complex because the length of an 802.11b 
MIdle Mbusy MbusyMbusy 
Mbusy=Medium is Busy 
MIdle MIdle MIdle
a) Successful frame transmission 
Source 
Destination 
DIFS Backoff Frame 
SIFS ACK 
b) Frame retransmission 
MIdleMbusy Mbusy MIdle MIdle
Source 
DIFS Backoff Frame retransmission ACK timeout 
MIdle=Medium is Idle 
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packet is not constant and is dependent on the data frame length and data rate used.  
Three cases are thus considered: (i) W BIT T≤ ; (ii) 2BI W BIT T T< ≤ ; and (iii) WT  and BIT  
of any length.  WT denotes the 802.11b packet duration; BT denotes a Bluetooth packet 
duration, and BIT denotes the interval between two consecutive Bluetooth packets.  
Case ( i ) 
 When W BI BT T T> − , we find that the packet experiences single dangerous hop 




− − ; or experiences double dangerous hops with 




− − .  The probability that the packet avoids single 






− − ⋅ ; the probability of avoiding 







− −  ⋅   .  Hence the 
successful probability of the packet not to be disturbed by  a Bluetooth piconet 
is given by  
22 ( )(57 / 79) (57 / 79)BI B W B BI Ws
BI BI
T T T T T TP
T T
− − − −= × + ×      (3-8) 




+  that the packet experiences 




− −  that the packet does not 
experience any hop.  Hence the successful probability of the packet not to be 
disturbed by  a Bluetooth piconet is given by  
              0(57 / 79) (57 / 79)W B BI W Bs
BI BI
T T T T TP
T T
+ − −= × + ×                 (3-9) 
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Case ( ii )  




− − that the packet 




− −  that the 
packet experiences triple dangerous hops.  Hence the successful probability of 
the packet not to be disturbed by  a Bluetooth piconet is given by  
           2 33 (2 )(57 / 79) (57 / 79)BI W B B BI Ws
BI BI
T T T T T TP
T T
− − − −= × + ×            (3-10) 




+ −  that the packet 




− −  that the 
packet experiences single dangerous hop.  Hence the successful probability of 
the packet not to be disturbed by  a Bluetooth piconet is given by  
             2 2(57 / 79) (57 / 79)W B BI BI W Bs
BI BI
T T T T T TP
T T
+ − − −= × + ×                      (3-11) 
Case ( iii )  
From the above two cases, a similar form can be found in those sP  equations.  If we 
substitute BI B WT T T− −  with G in Case (i), we can obtain 





= − × + ×     ( BI B WT T T− < , i.e. 0G < )                (3-12) 
and 





= − × + ×     ( BI B WT T T− > , i.e. 0G > )                 (3-13) 
If we substitute 2 BI B WT T T− −  with G in Case (ii), we can obtain 
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= − × + ×       ( 2 BI B WT T T− < , i.e. 0G < )             (3-14)   
 and 





= − × + ×      ( 2 BI B WT T T− > , i.e. 0G > )             (3-15) 
Observing equations (3-12) to (3-15), we see that the expressions for G and sP  have 
the same form.  Thus we can extend this analysis to any length of WT and BIT . Let 
/W BI BI W BG T T T T T= × − −   .  The exponents of ( 57 / 79 ) could be / 1W BIT T −   , 
/W BIT T   or / 1W BIT T +   .  Therefore we obtain the general equation for sP : 
 When /W BI BI B WT T T T T× − <   , the successful probability of the packet not to 
be disturbed by  a Bluetooth piconet is given by  





+      = − × + ×              (3-16) 
( /W BI BI B WT T T T T× − <   , i.e. 0G < )                
 When /W BI BI B WT T T T T× − >   , the successful probability of the packet not to 
be disturbed by  a Bluetooth piconet is given by  





−      = − × + ×               (3-17) 
( /W BI BI B WT T T T T× − >   , i.e. 0G > )        
Equations (3-16) and (3-17) can be further combined as: 










   −     = − × + ×                            (3-18) 
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Consider an example: say 2.3W BIT T= .  Then /W BIT T    is 3, so 3 BI B WG T T T= − −  and 
the exponents are 1, 2 or 3.  We can therefore obtain sP  for the case of 
2 3BI W BIT T T< ≤ . 
If there are N Bluetooth piconets in the neighborhood of the 802.11b network, the 
packet collision probability is given by 











   −     
  = − − × + ×  
                   (3-19) 
Figure 3.16 shows the collision probability of an 802.11b packet in terms of different 
length of packet duration WT  in the presence of one Bluetooth piconet.  BT  and BIT have 
been given in Table 3.1 for different Bluetooth packet types.  It is seen that 802.11b 
packets suffer the most from 1-slot Bluetooth packet, then from 3 and 5-slot packet in 
descending order.  Since the use of multiple time slot packets effectively reduces the 
Bluetooth hop rate, thereby increasing the chances of successful reception of WLAN 
packets.     
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PACKET ERROR RATE ANALYSIS IN BOTH PHY AND 
MAC LAYERS 
 
In Chapter 2 and 3, BER and collision probability for both systems are analyzed in 
PHY and MAC layers respectively.  The aim of this chapter is to analyze this problem 
in both PHY and MAC layers simultaneously, taking all transmission aspects 
(propagation effects, interference, thermal noise, modulation format and spread 
spectrum technique) into account.  In this chapter, a metric of Packet Error Rate (PER) 
is introduced to give a more accurate model to analyze the systems performance.  PER 
occurs when at least one bit is erroneously received in the packet.  Bit error is detected 
at the receiver in the form of SNR or SIR that depends on the power transmitted, the 
distance traveled, and the path loss model used.  The SNR or SIR then translates into a 
BER according to the modulation scheme and receiver implementation.  Packet arrival 
rate and carrier channel selection is determined in MAC layer.  A collision occurs 
when both the desired packet and the interfering packets overlap in time and frequency.  
This collision is detected at the receiver in the form of SIR too.  However, as we know, 
the collision probability cannot be considered as the packet error probability unless the 
interference power is so strong to destroy the packet involved in collision.   
In this chapter, we first present the propagation model for average power loss of a 
signal over an area as a function of distance; then followed by the interference model.  
We categorize the interference into white and colored noise, as well as co-channel and 
adjacent channel interference.  The interference model solves the problem of how to 
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translate the interference into Eb/No form, and to be used in demodulation and error 
estimation at the receiver.  The following packet definition for Bluetooth and 802.11b 
is to classify different packet types in the computation of the PER.  Finally, the PER 
analysis according to various packet types is discussed for Bluetooth and 802.11b 
respectively. 
 
4.1 Signal Propagation Model 
In a wireless communication system, the transmitted signal is affected by a time and 
space varying channel, which introduces a plurality of channel impairments such as 
attenuation, multipath, linear distortion and noise in the desired signal.  The power of 
the received signal is influenced mainly by two independent propagation phenomena, 
i.e., large scale fading and small scale fading.  Large scale fading represents average 
power or path loss over a large area as a function of distance.  This phenomenon is 
affected by prominent environment features such as office walls, floors, ceilings and 
fixtures.  The statistics of large scale fading provides a way of computing estimated 
signal power or path loss as a function of distance.  Small scale fading deals with large 
dynamic variations in the received signal amplitude and phase as a result of small 
changes in the spatial separation between the transmitter and receiver.  Normally 
Bluetooth and 802.11b are deployed in office or home environment, thus slow or 
stationary movement is assumed for both systems.  Therefore, we only consider flat 
and slow fading caused by multipath variation of signal and low Doppler spread.  
Channel model for small scale fading has been depicted in Chapter 2. 
Large scale fading is a result of gross variations in the overall path between the 




( ) ( ) 10 log dPL d PL d n
d
 = + ⋅ ⋅   
    (4-1) 
0( )PL d is the path loss at 1 meter from the transmitter.  It is a function of the 
transmitter receiver heights, the carrier frequency, and the type of environment.  It is 
given by [65] 
0
0
4( ) 20log 40dPL d dBπλ
 = =       (4-2) 
where λ is a wavelength of 2.4 GHz wave and is equivalent to 12.5 cm, 0d is 1 meter.  
For line-of-sight (LOS) situations the path loss exponent n is very close to the 
expected value for free-space propagation 2n = .  The values for the path loss 
exponent found for LOS paths are within the range 1.8-2.0.  For obstructed direct path 
(OBS) situations the path loss exponent value n  can increases to 5 variously [42].  In 
this thesis, we adopt the path loss model of [64]:  
40.2 20log( ), 8
( )[ ]




+ ≤=  + >                         (4-3) 
where exponent 2.0n =  is selected for LOS situation ( 8d m≤ ) and exponent 3.3n =  
is selected for OBS situation ( 8d m> ).  Note that this model does not directly account 
for multipath effects, although the path loss term beyond 8 meters does take into 
account some of the range reduction due to reflections.  As with any empirical model, 
it represents mean path loss values.  An estimated model such as the one used here is a 
highly useful tool for predicting performance that can be tied to average measurement. 
In the Bluetooth specification, Bluetooth operating range is set to 10m, which is 
reasonable for a cable replacement.  The transmit power is set to 1mW or 0 dBm.  On 
the other hand, IEEE 802.11b operating range is designed for 100m, and the transmit 
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power is set to 100mW or 20 dBm.  The path loss for Bluetooth is the same as that of 
an IEEE 802.11b radio signal since they both operate in the same frequency band and 
are deployed in a similar environment.  Figure 4.1 represents the path loss for 
Bluetooth.  Figure 4.2 shows the path loss for IEEE 802.11b.  It is observed that 40 dB 
is lost in the first meter. 





















Figure 4.1    Path loss of Bluetooth in the wireless indoor channel 
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Figure 4.2   Path loss of 802.11b in the wireless indoor channel 
 
4.2 Interference Model 
4.2.1 White Noise 
Successful operation of the system depends on the ability of a receiver to separate a 
desired signal from an undesired signal.  This depends on the ratio between the energy 
of the desired signal and the total noise at the antenna of the receiver.  This ratio is 
referred to as Eb/No (energy per bit over total noise) or SNR.  The job of a receiver is 
to maximize the ability to decode desired signals from the noise. Noise can be 
categorized as either white or colored [63].  White noise generally describes wideband 
(i.e., wider than the desired signal) interference from multiple sources without any 
coordination between them.  It can be modeled as a Gaussian random process where 
 87
successive samples of the process are statistically uncorrelated.  Typically, the energy 
associated with white noise is distributed evenly across the frequency band and does 
not have any deterministic behavior over time or frequency.  Thermal noise is 
considered as the Additive White Gaussian Noise (AWGN) and is determined by the 
product of Boltzman constant k , the environmental temperature ( 293T K= ) given in 
Kelvin Degrees and bandwidth of the system.  The noise power spectral density is [68] 
3
0 (1 ) 10N k T BandWidth Hz mW= ⋅ ⋅ ⋅    (4-4) 
Given the transmit powers of Bluetooth and 802.11b in addition to the path loss model, 
the Eb/No ratio under AWGN thermal noise can be obtained in terms of distance.  A 
Bluetooth signal occupies a bandwidth of 1 MHz, so the value of 0N is 
124.02 10 mW−⋅ ; 
while for 802.11b, the baseband signal is spread to a bandwidth of 22 MHz, so the 
value of 0N is 
118.84 10 mW−⋅ .  Eb can be obtained by / ( )tP PL d ; where tP is transmit 
power of Bluetooth (0dBm) or 802.11b (20dBm); PL(d) is the path loss between the 
transmitter and the receiver.  Eb/No of both systems under AWGN interference are 
shown in Figure 4.3 and Figure 4.4 respectively as a function of distance.  It can be 
seen that if the systems only have interference from AWGN, Eb/No of each system is 
high enough for the receiver to correctly detect the desired signal within the defined 
operating range.  Considering multipath effects, Eb/No could be much lower than this 
amount; but the value of Eb/No is still maintained for effective operation according to 
standards and specifications. 
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Figure 4.3   Eb/No of a Bluetooth signal with the distance 


















Figure 4.4    Eb/No of an 802.11b signal with the distance 
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4.2.2 Colored Noise 
The second category of noise is colored noise.  Colored noise is usually narrowband 
(i.e., relative to the desired signal) interference transmitted by intentional radio sets, 
and has a specific behavior in time and frequency.  In case of a collision between the 
desired packet and the interfering packets, this collision is detected at the receiver in 
the form of SIR.  Bluetooth radios create exactly the kind of colored noise.  Now the 
problem is how to translate the interference on the signal into a BER form according to 
the carrier modulations and the receiver implementation used.   
•   Co-channel Interference 
It is shown in [53] that the co-channel interference in angle modulation systems 
operating in slow Rayleigh fading has a Gaussian distribution.  In [53], it is firstly 
proved that a single interferer at the output of the receiver filter is Gaussian noise.  
Then it is extended to multiple interferers.  It is well known that the sum of jointly 
Gaussian random variables are Gaussian, and that independent Gaussian random 
variables are jointly Gaussian.  Therefore, the sum of Gaussian interferes averaged 
across the slow Rayleigh fading is also Gaussian.  In a Bluetooth system, coded bits 
are modulated using GFSK.  For GFSK, information is conveyed by phase shifts 
relative to the previous signal interval.  For example, the information bit 1 may be 
transmitted by shifting the phase of the carrier by 3/π  relative to the previous carrier 
phase, whereas the information bit 0 is transmitted by a 3/π−  relative to the phase in 
the preceding signaling interval.  So at the kth signaling interval, a GFSK signal may 
be represented in complex-valued form as )( φθ −= kjsk eES , where kθ is the phase angle 
of the transmitted signal at the kth signaling interval, φ  is the carrier phase.  Thus, 
AWGN and interference can be added together to generate an equivalent Gaussian 
distributed noise. 
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Conversely, the transmitting signal of 802.11b interfering to the signal of Bluetooth is 
normally categorized as colored noise too.  But IEEE 802.11b radio occupies a much 
wider band than Bluetooth, and thus can be assumed to appear as white noise to 
Bluetooth. 
•   Adjacent Channel Interference 
Every transmitter is supposed to transmit only within a limited bandwidth; however, 
this is not physically possible without injecting noise to adjacent frequencies.  The 
amount and nature of sideband signals created during transmission are determined by 
what is referred to as the transmitter’s transmit mask.  Sideband signals must be 
considered when evaluating interference between wireless systems sharing a frequency 
band [66,67].  In addition, receiver filters cannot be perfectly rectangular, meaning that 
the filter cannot precisely differentiate between signal and noise just inside and outside 
the passband.  The combined impact of these transmitter and receiver masks explains 
what is referred to as adjacent channel interference.  In our analysis, the adjacent 
channel interference is not considered.  As we have depicted in GFSK modulation, a 
Gaussian filter is used to further reduce the side lobes of the transmitted baseband 
signal.  As the bandwidth of the signal becomes narrower, the power in the side lobes 
of the transmitted signal, and consequently adjacent channel interference, reduces.  We 
assume that out-of-band energy can usually be filtered out at the receiver, thus adjacent 






4.3 Packet Definition 
4.3.1 Bluetooth 
Bluetooth packets comprise three different fields (access code, header, and payload) in 
a fixed format (Figure 4.5).  Each packet begins with a 72-bit access code for piconet 
identification and synchronization purpose.  The access code is made up of three 
subfields: preamble (4 bits), trailer (4 bits), and Sync Word (64 bits); the last one is the 
only subfield sensitive to errors and is protected by a (64, 30) BCH code that can 
correct at most 9 errors [21].  A 54 bit header trails the access code determining the 
connected slave and other properties of the packet, and a payload of variable length.  
The header is protected by a simple three times repetition Forward-Error-Correction 
(FEC) code which can correct at most one error per codeword.  The payload, 
depending on the considered packet type, can be protected or not by a (15, 10) 
shortened Hamming code, which can correct at most one error per codeword.  A 
received access code is accepted if the number of matching bits in the 64 sync word 
bits of the access code exceeds a certain threshold.  Header and bust payload are 
accepted if the respective header and payload cyclic-redundancy check (CRC) match.  
If any part fails, the packet has to be retransmitted.   
 
Figure 4.5 a Bluetooth packet format 
Two types of links have been defined to support voice and data: Synchronous 
Connection-Oriented (SCO) link and, Asynchronous ConnectionLess (ACL) link.  
72 54 0-2745 
Access code Packet header Payload 
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SCO links support symmetrical, circuit-switched, point-to-point connections typically 
used for voice.  These links are defined on the channel by reserving two consecutive 
slots (forward and return slots) with a fixed period.  Reservation is carried out by the 
master and the slave when the link is setup.  ACL links support symmetrical or 
asymmetrical, packet-switched, point-to-multipoint connections typically used for 
bursty data transmission.  A set of packets has been defined for each physical link; the 
type of bits in the header indicates what packet is used.  For SCO links, three kinds of 
single-slot voice packet (HV1, HV2 and HV3) have been defined, each of which 
carries voice at a rate of 64 kb/s.  SCO bursts have no payload CRC and may therefore 
contain residual bit errors.  For HV1 or HV2 type, a FEC rate of one-thirds or two-
third can be selected; but for HV3 type, packet is sent unprotected.  For ACL links, 
single-slot, 3-slot, and 5-slot data packets have been defined.  Data can be sent either 
unprotected or protected by a two-thirds FEC rate.  The maximum data rate – 723.2 
kb/s in one direction and 57.6 kb/s in the reverse direction – is obtained from an 
unprotected, 5-slot packet.  Figure 4.6 depicts mixed SCO and ACL links on a piconet 
with one master and two slaves.  Slave 1 supports an ACL link and an SCO link with a 
6-slot SCO period.  Slave 2 only supports an ACL link.  The SCO period can be 
decreased to 4-slot and 2-slot period.  Thus three types of SCO link can occupy the 




Figure 4.6    Example of SCO and ACL link mixing on a single piconet channel  
(each slot is on a different hop channel) 
  
Table 4.1 shows some important properties of the available packet types for ACL and 
SCO.  In DM packets, the payload is FEC coded with a simple 2/3 rate block code, 
while DH packet payloads are uncoded.  
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4.3.2 IEEE 802.11b 
Each 802.11 MAC frame consists of three basic components [56]:  
(1) A MAC header, which comprises frame control, duration, address, and 
sequence control information.  
(2) A variable length frame body, which contains information specific to the frame 
type. 
(3) A frame check sequence, which contains an IEEE 32-bit CRC. 
Figure 4.7 depicts the general MAC frame format. 
 
Figure 4.7    Standard IEEE 802.11 frame format 
The preamble and header consists of five fields.  They are: Preamble, SFD, Signal 
(rate), Service, Length and CRC.  The preamble and header of the frame are always 
transmitted as the DBPSK waveform (1Mbps), while data packets can be configured 
for DBPSK, DQPSK or CCK. The duration of the preamble and the header is 192 sµ . 
The Signal Field in the header of the packet indicates what modulation is used in the 
rest of the packet. The preamble is used by the receiver to achieve initial 
synchronization while the header includes the necessary data fields of the 
communications protocol to establish the physical layer link. The preamble and header 
are added to every packet transmitted on the LAN at the PHY layer of the system [56].  
802.11b packets are unprotected.  Thus, when CRC detects that bit errors have 
occurred in the received packet, the packet needs to be retransmitted.  
 
Frame 
Control Address 2 Address 1 
Duration 
ID Address 3 
Sequence 





6 2 66 22 46 0-2312 
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4.4 PER of Bluetooth 
4.4.1 In the Presence of Bluetooth Piconets 
Since multiple Bluetooth piconets are likely to coexist in a physical environment, the 
unrestricted access to the ISM frequency band exposes Bluetooth devices to encounter 
collisions inevitably.   
We consider N piconets coexisting in a physically closed environment.  Since no 
coordination is possible between piconets, each piconet has 1N − potential competitors.  
If two piconets transmit packets at the same time and frequency, collision occurs.  The 
effect of collision on the packet is determined by the ratio of SINR that depends on the 
power transmitted, the distance traveled, and the path loss model used.  The SINR then 
translates into a BER according to the GFSK carrier demodulation.  An insufficient 
SINR at the receiver causes big probability of bit error.  The SINR is given by the ratio 
of the received signal power to the total received interference power.  The noise is 
thermal noise considered as AWGN with power spectral density of 0 /
2
N watts hertz .  
The interference is attenuated by its path loss to the receiver and by the spectrum factor 
to account for the total interference power at the receiver.  The interference power, 
hence the SINR, depends on the number of piconets as well as the distance from the 




Figure 4.8   Considered interference scenario 
The considered scenario, as shown in Figure 4.8, consists of a number of Bluetooth 
piconets assumed to be uniformly distributed in a circular region.  Two Bluetooth 
devices working as a pair of transmitter and receiver are assumed to be placed in the 
center of the circular.  Let us consider the desired piconet X and another competing 
piconet Y. The interference power at receiver X is _ / ( )r t YI P PL d= ; where _t YP is the 
transmitted power of Y; PL(d) is the path loss between the transmitter Y and receiver 
X.  The noise at the demodulator is filtered Gaussian noise with zero mean and 
variance 2 0 / 2Nσ = .  The signal of Bluetooth occupies a bandwidth of 1 MHz, so 
0N is equal to
124.02 10 mW−⋅ . As we have explained in a previous section, Bluetooth 
interference can be considered as Gaussian distributed noise approximately, thus the 
equivalent noise comprising AWGN and interference at the demodulator is filtered 
Gaussian noise with zero mean and variance 2 0( ) / 2rN Iσ = + .  The information 
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signal power at receiver X is _ / ( )r t XP P PL d= , where _t XP is the transmitted power of 
X, rP is the received power.  Hence the SINR is 0/( )r rP N I+ .  If there are n  piconets 
colliding into the desired packet at the same time, the SINR therefore has the form 
of 0/( )r rP N n I+ ⋅ .   
A packet error is said to have occurred if at least one bit in the packet is received in 
error, so PER is given by 1 (1 )LePER P= − − , where eP is the error probability of a 
single bit, L is the number of bits in the packet.  The analysis is exact under the 
assumptions that the signal bit error rate is constant throughout the duration of a packet.  
We assume that 0eP = if there is no collision.  A Bluetooth packet is made up of three 
different fields, each one protected against errors by a different FEC block code.  An 
accurate calculation of PER has to consider the error correction capabilities of the FEC 
codes adopted in the different fields, thus providing 
1 (1 )(1 )(1 )ac he paPER PE PE PE= − − − −    (4-5) 
where acPE is the access code’s word error probability; hePE is the header code’s word 
error probability; paPE is the payload code’s word error probability.  In the simulation 
of [21], results showed that the payload code’s word error probability is approximately 
equal to the whole packet error probability.  Hence, 
   1 (1 )bits in payloadePER P≈ − −     (4-6) 
The payload fields of six ACL packet types for which we wish to compute the PER are 
defined as follows [40]: 
DM1: Occupies 1 forward slot.  Payload consists of a 1 byte payload header, up to 17 
bytes of data, and 16bit CRC, all of which are protected by the (15,10) Hamming 
code resulting in a maximum of 240 code bits. 
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DH1: Also occupies 1 slot and contains 240 total bits but is not protected by the 
Hamming code.  The payload consists of a 1 byte header, 27 bytes of data, and 
16 bit CRC. 
DM3: Occupies 3 slots.  Payload consists of a 2 byte payload header, 121 data bytes, 
and 16 bit CRC.  The payload is protected by the Hamming code resulting in 
1500 code bits. 
DH3: Also occupies 3 slots but is not FEC encoded.  Payload consists of a 2 byte 
header, 183 bytes of data, and 16 bit CRC, resulting in a total of 1496 bits. 
DM5: Occupies 5 slots.  Payload consists of a 2 byte header, 224 data bytes, and 16 bit 
CRC.  It is FEC encoded producing 2745 code bits. 
DH5: Occupies 5 slots but is not FEC encoded.  Payload contains 2 byte header, 339 
data bytes, and 16 bit CRC, resulting in a total of 2744 bits. 
 
Figure 4.9   Packet collision and placement of errors 
A collided packet has part of its bits overlapped by interference packet, as illustrated in 
Figure 4.9.  Let us denote 0eP as the bit error probability for bits in the packet without 
collision; its SINR is 0/( 0 )r rP N I+ ⋅ .  1eP  represents the bit error probability for bits in 
the packet overlapped by one packet; its SINR is 0/( 1 )r rP N I+ ⋅ ; so on and so forth.  
rP and rI are obtained by using the adopted path loss formula in equation (4-3).  BER is 
0010111010011110100011111100101011011100001
Desired Signal Packet
Interference Packet Interference Packet
Pe0 Pen Pe0 Pen 
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calculated by substituting 0/bE N with 0/( )r rP N n I+ ⋅ in the lower bound BER formula 
for Bluetooth GFSK as given in equation (2-21).  
In Bluetooth, 79 RF channels are equally visited.  The probability that another packet 
hops into the desired packet’s channel is 1
79
, the probability that this does not occur is 
78
79
.  We have discussed the collision probability of a Bluetooth packet in Section 3.3.1.  
Collision probability is computed if at least one bit in the packet is overlapped by other 
packets.  As the calculation of PER is concerned with the total interference power, 
hence the number of interfering packets, we have to consider various collision 
situations separately.  If there are 1N − potential interfering packets, there are N  
possible collision cases, listed as follows: 
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y x x− . 
In case of a collision with n  piconets, the probability of a packet surviving the 
collision is ( | ) { }s e cP P n P n , where ( | ) (1 )
L
s e enP P n P= − .  n represents the total number 
of interfering packets that hops on the desired packet at the same time.  As we suppose 
only part of the desired packet has been impacted and enP is only used in the bits 
involved in overlapping, L considered here cannot be as long as the packet length.  
Assuming collision patterns are 100% uncorrelated, L should be an average value that 
takes all possible number of overlapped bits into consideration.  Thus the average 
probability of a packet surviving from the collision is expressed as follows: 
 
Figure 4.10   Collision placement of a 1-slot packet 
DH1: DH1 is a single time slot packet and is the shortest packet type defined in 
Bluetooth.  During the DH1 transmission time, each competing piconet only has 
time to generate one interfering packet at most.  When a collision occurred, those 
interfering packets are from different competing piconets, and hopping positions 
are uncorrelated and independent.  The interfering packets placement on the 1-
slot packet is shown in Figure 4.10.  So ( | )s eP P n is given by 
366 625
1 367





P P n P
= =
 = − + −  ∑ ∑ .  The digit 366 represents the data 
Slot i
 





portion of the packet in bits; the digits 367 to 625 represent the idle time of the 
packet in bits. 
The probability of a packet surviving in 1N − multi-Bluetooth environment is the 
summation of the packet’s probability of survival under all collision cases.  Thus 
sP  is given by: 
   0 1 1( | ) { 0} ( | ) { 1} ... ( | ) { 1}s s e c s e c s eN cP P P n P n P P n P n P P n P n N−= ⋅ = + = + + = −         (4-7) 
                                                1 sPER P= −                           (4-8) 
DH3: DH3 occupies 3 successive slots in the same frequency channel.  During its 
transmission time, each competing piconet could have three 1-slot packets 
transmitted on the air.  To delimit DH3 in three single slots, where each slot is 
the time that allows only one single-slot packet could be generated from the 
competing piconet, the DH3 will experience three times single-slot time long 
collision threat.  Denote 1SP  the probability of survival for the first slot duration, 
2SP for the second slot duration, and 3SP for the third slot duration.  Thus SP  is 
given by 
                                                            1 2 3S S S SP P P P= ⋅ ⋅     (4-9) 
( | )s eP P n for 1SP and 2SP is the same and is given by
625
1





P P n P
=
= −∑ .  
The digit 625 is the data portion of the first and second slots in bits. 
( | )s eP P n for 3SP is given by
372 625
1 373





P P n P
= =
 = − + −  ∑ ∑ .  The 
digit 372 is the data portion of the last slot, and the digits 373 to 625 are the idle 
time of the last slot in bits. 
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If the competing piconets are using 3- or 5-slot packet types, the duration of DH3 
transmission could allow each piconet to generate only one interfering packet.  
The DH3 packet, therefore, experiences one time 3-slot long collision threat.  sP  
is given by Eq. (4-7).  ( | )s eP P n is given by 
1622 1875
1 1623





P P n P
= =
 = − + −  ∑ ∑ .  The digit 1622 is the data portion 
of the packet in bits; the digits 1623 to 1875 are the idle time of the packet in bits. 
DH5: DH5 occupies 5 successive slots in the same frequency channel.  During its 
transmission time, each competing piconet could have five 1-slot packets 
transmitted on the air.  To delimit DH5 in five single slots, where each slot is the 
time that allows only one single-slot packet could be generated from the 
competing piconet, the DH5 will experience five times single-slot time long 
collision threat.  Denote 1SP , 2SP , … 5SP  the successful probability for the slots 
duration.  Thus SP  is given by 
                                                    1 2 3 4 5S S S S S SP P P P P P= ⋅ ⋅ ⋅ ⋅           (4-10) 
( | )s eP P n for 1SP to 4SP is the same and is given by
625
1





P P n P
=
= −∑ . 
( | )s eP P n for 5SP is given by
370 625
1 371





P P n P
= =
 = − + −  ∑ ∑ . 
If the competing piconets are using 3-slot packet types, the duration of DH5 
transmission could allow each piconet to transmit two interfering packets on the 
air.  The DH5 packet, therefore, experiences one time 3-slot long collision threat, 
and one time 2-slot long collision threat.  Denote 3SP and 2SP  the successful 
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probability for the duration of the first 3 slots and the last 2 slots.  Thus SP  is 
given by 
                                                   3 2S S SP P P= ⋅              (4-11) 
( | )s eP P n for 3 SP is given by
1875
1





P P n P
=
= −∑ . 
( | )s eP P n for 2SP is given by
995 1875
1 996





P P n P
= =
 = − + −  ∑ ∑ . 
If the competing piconets are using 5-slot packet types, the duration of DH5 
transmission could allow each piconet to generate only one interfering packet.  
The DH5 packet, therefore, experiences one time 5-slot long collision threat.  
( | )s eP P n is given by
2870 3125
1 2871





P P n P
= =
 = − + −  ∑ ∑ .   
In order to research the relationship between PER and the number of interfering 
piconets, hence to make the SINR only change with the number of piconets, the 
distance from interferer to the receiver is fixed at 5m; and the distance between the 
transmitter and the receiver is fixed at 2m.  Depending on the different number of 
interferers, BER changes from 0.044 to 0.435.  PER performances for DH1 to DH5 are 
shown in Figure 4.11, 4.12 and 4.13.  Comparing with the collision probability 
obtained in section 3.3.1, PER is obviously smaller.  
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collided by 1-, 3-
or 5-slot packets 
*interference to the receiver = 5m    
*the transmitter to the receiver = 2m 
*BER is between 0.044 and 0.435       
 
Figure 4.11   PER of a DH1 packet in the presence of multiple piconets 
























collided by 1-slot packets 
collided by 3-    
or 5-slot packets 
*interference to the receiver = 5m   
*the transmitter to the receiver = 2m
*BER is between 0.044 and 0.435      
 
Figure 4.12   PER of a DH3 packet in the presence of multiple piconets 
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collided by 1-slot packets
collided by 3-slot packets
collided by 5-slot packets
*interference to the receiver = 5m   
*the transmitter to the receiver = 2m
*BER is between 0.044 and 0.435      
 
Figure 4.13   PER of a DH5 packet in the presence of multiple piconets 
The payload of DMx packets is protected by a (15, 10) Hamming code, which is 
capable of correcting one bit error per 15 bit code block.  The payload is correctly 
decoded provided that all code blocks contain one or no error, i.e. the probability of 
survival is given by [40] 
14 1515 (1 ) (1 )block e e eP P P P= ⋅ ⋅ − + −              (4-12) 
The metric we use in the analysis of DMx packet includes the packet loss LOSSP , and the 
packet error.  The packet loss is the number of packets discarded due to uncorrected 
errors in the packet (after applying error correction effects of FEC); while the packet 
error is the number of packets received with at least one error (prior to applying error 
correction on the packet and deciding whether to keep it or drop it).  However, it is 
hard to compute the accurate number of overlapping bits L caused by collision.   
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Hence, the method used in DHx PER computations cannot be used in the computation 
of LOSSP  of DMx packets directly.  An alternative method could be found to evaluate 
the performance of DMx in the presence of interference.  It is known that FEC can 
enhance the performance of packet error rate under the same interference condition.  
The simulation results shown in Figure 4.14 presents a ratio of PER without FEC to 
LOSSP  with a (15, 10) Hamming code.  This figure shows that the (15, 10) Hamming 
code only helps to reduce the PER under low BER conditions.  For BER lower than 
0.01, PER performs 15 times worse than LOSSP .  However, when BER reaches to 0.05, 
the advantage of using this Hamming code is decreased.  Furthermore, when BER 
reaches to 0.2, the performance of LOSSP and PER is no difference.   

































Figure 4.14    Performance comparisons between PER and packet loss  
 107
We found the BER in our considered scenario fall between 0.044 and 0.435 for 
different number of piconets in close proximity.  The rate that DMx outperforms DHx 
under the same interference condition is shown in Figure 4.15.  The horizontal axis is 
labeled as the number of piconets, which represents the same effect of BER.  This 
consideration is to help us compare the performance between DHx and DMx in our 
scenario.  From Figure 4.15, DMx packets only outperform DHx packets in the 
presence of less than two competing piconets.  We can see using FEC in the Bluetooth 
payload does not improve performance a lot because the errors caused by interference 
are often too many to correct.  This conclusion is consistent with the results of Zurbes 
[1][30] and Golmie [19].  The FEC algorithm of Bluetooth only works well with 
random errors which are distributed over the whole packet, instead of a burst of several 
consecutive errors, which is the case of packet collision. 
























































Figure 4.15   Performance comparison between DMx and DHx 
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4.4.2 In the Presence of 802.11b 
As an 802.11b WLAN can cover an area of radius up to 100m, it is reasonable to 
assume that a Bluetooth piconet is only interfered by one 802.11b network.   







= ⋅ ; where _t YP is the 
transmitted power of an 802.11b station; PL(d) is the path loss between the 802.11b 
transmitter and receiver X; the digit 22 is the ratio of the 802.11b spread bandwidth to 
Bluetooth information bandwidth.   Note that the powers are calculated after the 
spectrum factor has been applied, and so this ratio corresponds to the value after the 
receiver filter.  The noise 0N at the demodulator is equal to
124.02 10 mW−⋅ . As we have 
previously explained, the 802.11b interference can be considered as Gaussian 
distributed noise approximately.  Thus, the equivalent noise comprising AWGN and 
interference at the demodulator is filtered Gaussian noise with zero mean and variance 
2
0( ) / 2rN Iσ = + .  The information signal power at receiver X is _ / ( )r t XP P PL d= , 
where _t XP is the transmitted power of X, rP is the received power.  Hence the SINR 
is 0/( )r rP N I+ .  BER is calculated by substituting 0/bE N with 0/( )r rP N I+ in the 
Bluetooth BER formula (Eq. 2-21).   
The probability of the packet received without error is given by 
     ( | ) ( | )(1 )s s e c s e cP P P c P P P c P= + −             (4-13) 
The first term of the equation describes the probability that a Bluetooth packet to be 
error free after collision with an 802.11b packet.  The second term is the probability of 
the packet being error free without collision.  Collision probability cP is given in Eq. (3-
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7), Subsection 3.3.2.  Similarly, we assume 0eP = if there is no collision, which results 









P P c P
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P P c P
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P P c P
=
 = −  ∑  
In the simulation, the distance from interferer to the receiver is fixed at 12m and the 
distance between the transmitter and receiver is fixed at 2m to generate a BER of 
0.0035.  PER performances in the presence of one 802.11b network for DH1, DH3 and 
DH5 are shown in Figure 4.16.  Comparing with the collision probability obtained in 
Section 3.3.2, PER is obviously smaller. 


























802.11b packet duration - Tw (us)
for Bluetooth 1-slot packet
for Bluetooth 3-slot packet
for Bluetooth 5-slot packet
*interference to the receiver = 12m
*the transmitter to the receiver = 2m
*BER = 0.0035 
 
Figure 4.16   PER of a Bluetooth packet in the presence of 802.11b network 
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4.5 PER of 802.11b 
According to the FCC regulations (FCC 15.247) for operation in the 2.4GHz ISM band 
the nominal power of the transmitter is 100mW or 20dBm. This signal strength was 
chosen to accommodate coverage of the approximately 100-meter radius area and to 
limit the battery power consumption.  In such large range, a number of Bluetooth 
piconets are likely formed during the WLAN stations operation. We consider 
N piconets coexisting with an 802.11b WLAN in a physically closed environment.   
The considered scenario consists of a number of Bluetooth piconets assumed to be 
uniformly distributed in a circular region.  Two 802.11b stations working as a pair of 
transmitter and receiver, and the receiver is assumed to be placed in the center of the 
circular region.  Let us consider the 802.11b receiver X and an interfering piconet Y.  
The interference power at receiver X is _ / ( )r t YI P PL d= ; where _t YP is the transmitted 
power of Y; PL(d) is the path loss between transmitter Y and receiver X.  If there are n  
piconets colliding with the desired signal at the same time, the total interference power 
is b rI n I= ⋅ .  The information signal power at receiver X is _ / ( )r t XP P PL d= , where 
_t XP is the transmitted power of X.  The spread spectrum technique is employed in the 
IEEE 802.11b.  The low power, spread signal is multiplied by the Barker code 
sequence at the receiver and returned to its original form, while the narrow band 
Bluetooth signal is spread to a relative wideband, thus resulting in the total interference 
power at the receiver divided by cL , where cL is the 802.11b spreading gain which we 
have explained in Section 2.5.  As a transmitting signal of 802.11b occupies a 
bandwidth of 22 MHz, 0N  is equal to
118.84 10 mW−⋅ .  Note that the powers are 
calculated after the spectrum factor has been applied, and so this ratio corresponds to 
 111
the value after the receiver filter.  SINR for four data rates of 802.11b are obtained 
from the considered model and summarized in Table 4.2. 





( cL ) 
code gain ( cG ) SINR 




















⋅ +  







⋅ +  
 
Let us denote 0eP as the bit error probability for bits in a packet without collision; 1eP is 
the bit error probability for bits in a packet colliding with one piconet; so on and so 
forth.  rP and bI are obtained by using the adopted path loss formula in equation (4-3).  
Substituting 0/bE N with SINR in Eq. (2-26), (2-27) and (2-34),   we can obtain the 
BER of different 802.11b modulations under interference.   
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Figure 4.17   Diagram for the 802.11b packet collided by Bluetooth packets 
In the analysis, the 802.11b packet is assumed to be sent asynchronously with respect 
to the Bluetooth packets, which use 1-, 3- or 5-slot types and have the same length 
packet each time.  Transmission time of the desired packet is as long as a number of 
Bluetooth slots.  As shown in Figure 4.17, we delimit an 802.11b packet transmission 
time into a number of Bluetooth packet durations.  In each delimiter, the time allows 
N piconets only have N Bluetooth packets transmitting.  A part of the N packets 
would hop on the 802.11b packet and cause diversity of collision patterns.  The 
collision probability of an 802.11b packet in collision with a Bluetooth packet is 22/79, 
the probability that there is no collision is 57/79.  As the calculation of PER is 
concerned with the total interference power, we have to know the number of 
interference packets for each collision pattern.  The N interfering packets can lead to 












BT packet duration of 1, 3 or 5 slots 












 = =     
2. Only one packet from N piconets collides into the desired packet, 
        i.e.
1
1 22 57{ 1}
79 79
N
c NP n C
−  = =       
3. Only two packets from N piconets collide into the desired packet, 
i.e.
2 2
2 22 57{ 2}
79 79
N
c NP n C
−   = =         
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 = =     




y x x− . 
In case of collision, the probability of duration i surviving from the collision 
is ( | ) { }Si e cP P n P n , where ( | ) (1 )
L
Si e enP P n P= − .  n represents the number of the 
interfering packets.  L is the number of bits involved in the impact.  As we suppose 
only part of the desired packet has been impacted and enP is only used in the bits 
involved in overlapping, L should be an average value that takes all possible number 
of overlapped bits into consideration.  Thus the average probability of duration i 
surviving from the collision is in the form of 
1





P P n P
L =
 = −  ∑ .  The 
probability of the i-th delimiter surviving in N multi-Bluetooth environment is the 
summation of the delimiter’s probability of survival under all collision cases, where 
SiP  is given by: 
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                 0 1
( | ) { 0} ( | ) { 1)
... ( | ) { }
Si Si e c Si e c
Si eN c
P P P n P n P P n P n
P P n P n N
= ⋅ = + =
+ + =                             (4-14) 
The probability of the packet received without error can be written 
as 1 2 ...S S S SMP P P P= ⋅ ⋅ ⋅ , where 1/ 2 / ... /S MP is each delimiter successful probability, M is the 
number of consecutive Bluetooth packet transmission durations per 802.11b packet.  
Consequently, PER is given by          
                                             1 21 1 ...S S S SMPER P P P P= − = − ⋅ ⋅ ⋅                                   (4-15) 
We plot the 802.11b PER performance according to this proposed analysis 
methodology via a Matlab simulation, and compare the results to the collision 
probability we obtained in Chapter 3.  As 802.11b supports 4 data rates, we choose 1 
Mbps mode in the simulation because it represents 1 bit per microsecond, just identical 
to Bluetooth, and it is easy to convert the packet duration in time to bits.  First, let us 
see different length of 802.11b packet affected by one Bluetooth piconet.  In the 
simulation, the distance from interferer to the receiver is fixed at 5m; the distance 
between the transmitter and receiver is fixed at 30m, which generates a BER of 0.003.  
We study the collision of three types of Bluetooth packets with an 802.11b packet.  Its 
PER performance in the presence of one Bluetooth piconet is shown in Figure 4.18.  
Compare to its collision probability, PER is significantly smaller.  This proves that the 
collision does not necessarily cause destruction of the packet, but the interference 
power does.  Comparing the curves we obtained from two methodologies, the methods 
proposed for analysis the collision probability and the PER are in agreement.  Note 
that the curves have some undulations which occur close to the integral divisors of a 
Bluetooth packet length.  This reflects that the proposed PER calculation is discrete 
rather than continuous, and the minor bits remain in the last delimiter forces an 
additional collision danger. 
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collided by 1-slot BT packet
collided by 3-slot BT packet
collided by 5-slot BT packet
*interference to the receiver = 5m
*the transmitter to the receiver = 30m
*BER is 0.003 
 
Figure 4.18   PER of an 802.11b packet in the presence of one Bluetooth piconet 
Then let us see an 802.11b packet of fixed length affected by multiple Bluetooth 
piconets.  Suppose the packet is 3000 sµ long; the distance from interferers to the 
receiver is fixed at 5m; the distance between the transmitter and the receiver is fixed at 
30m.  BER is changing with the number of piconets.  PER performance in the presence 
of multiple piconets is shown in Figure 4.19.  It is easily observed that 802.11b packets 
are affected much more from Bluetooth, than Bluetooth suffers from 802.11b. 
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collided by 1-slot BT packet
collided by 3-slot BT packet
collided by 5-slot BT packet
*interference to the receiver = 5m    
*the transmitter to the receiver = 30m
*BER is between 0.003 and 0.297
*the packet = 3000us                  
 







COEXISTENCE OF BLUETOOTH AND 802.11b 
NETWORK 
 
In this chapter, we try to explain non-collaborative solutions for the coexistence 
problem.  Our analysis is based on the fact that some parameters defined in the MAC 
and PHY layers can be selected and adjusted.  We discuss how to select the optimal 
packet types, operating distance, packet size and data rate to enhance the system 
performance in a certain interference environment.  This situation leads us to study 
how to optimize system throughput in a band with numerous, disparate, and 
uncoordinated interferers.  A coexistence mechanism is implemented by selecting 
appropriate values of these parameters.   
 
5.1 Throughput Calculation 
 














We have developed an appropriate model for analyzing the two systems’ mutual 
interference in Chapter 2 to 4.  It is found that a low PER is obtained at the expense of 
small data length, which, however, increases the transmission overhead.  Under high 
SNR conditions, multi-slot packets or longer packets can improve system throughput.  
Thus the PER and packet length are conflicting goals.  To balance them, the concept of 
throughput is used to optimize performance of the two systems.  Throughput is defined 
as the average fraction of transmitted information that is successfully received over the 
radio channel in each second.  The IEEE 802.11 MAC incorporates automatic repeat 
request (ARQ) to ensure reliable delivery of data across the wireless link.  So there is 
little chance that the data will be lost.  The effect that has on the WLAN is that those 
transmitted packets in failure need to be resent again, and the network latency 
increases, thus cause longer transmission time average for each packet.  Recall that 
when an IEEE 802.11b frame arrives at the PHY layer, it will be attached the Physical 
Layer Convergence Protocol (PLCP) header and preamble.  The PLCP overhead takes 
192 sµ in total. If the transmitting station detects that the wireless medium has been 
idle during a time interval DIFS, the station can transmit the frame immediately.  For 
each successful reception of a frame, the receiving station immediately acknowledges 
the transmitting station by sending an ACK frame.  Thus a transmission cycle, as 
shown in Figure 5.1, is composed of the following phases that are repeated over time: 
(1) DIFS deferral phase; (2) backoff contention; (3) PLCP overhead transmission 
phase; (4) Data transmission phase; (5) SIFS deferral phase; and (6) ACK transmission 
phase.  Consequently the duration to transmit a data frame is given by 
                T backoff
Datat DIFS Overhead SIFS ACK T
Rate
= + + + + +             (5-1) 
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where the average backoff time is given by min
2
backoff
CWT aSlotTime= ⋅ [31], Data  is 
the data portion of the packet in bits, Rate is data rate. 
The physical parameters of the 802.11b are summarized in Table 5.1. 
Table 5.1.  IEEE 802.11b PHY parameters 
Parameter Value 
a Slot time 20µs 
SIFS time 10µs 
DIFS time 50µs 
PLCP Preamble 144µs 
PLCP Header 48µs 
ACK 112µs 
CWmin (slot times) 31 
CWmax (slot times) 1023 
 
According to the 802.11b MAC protocol, a Stop-and-Wait ARQ is implemented in our 
simulations.  If the data transmission fails, the station has to wait for an ACK timeout 
period, execute a backoff and retransmit the frame.  We assume there is no retry limit 
for each failing frame.  We assume that only one-way transmission and the probability 
of a packet being received in error is p.  Therefore the average transmission time for a 






























p i p t t p p i p
dt p p p
dp








− ⋅ ⋅ ⋅ = ⋅ ⋅ − ⋅ ⋅
 = ⋅ ⋅ − ⋅   





Hence, the throughput of 802.11b system is given by 
                    ( / sec) / (1 ) /av TThroughput bits Data t Data p t= = ⋅ −                             (5-3) 
where Data  is as previously defined, tT is the time to transmit a data packet consisting 
of overhead and the data portion, p is the packet error probability.  The ARQ employed 
in Bluetooth is based on a stop-and-wait scheme with a minimal wait period: one slot.  
The success or failure of a packet is directly revealed in the header of the return packet.  
Based on receiving ACK or NAK the transmitter can send a new payload or has to 




p− , too.  The throughput expression of Bluetooth system is common to Eq. (5-3).  
The time to transmit a Bluetooth data could be 625, 1875 and 3125 µs respectively for 
three type packets.   
The aim of our proposed coexistence solution is to achieve graceful throughput 
degradation when the two systems operate in a shared environment. 
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5.2 Optimum Throughput for Bluetooth 
5.2.1 In Multiple Piconets Environment 
• Optimum packet type 
Bluetooth packets have deterministic length and transmission time.  Using throughput 
calculation, we can observe which packet type is optimum for a Bluetooth device in 
the presence of multiple piconets.  The maximum raw throughput of Bluetooth DHx 
packet types is obtained according to Eq. (5-3), and the corresponding Data and Tt are 
given in Table 5.2. 
Table 5.2   The maximum raw throughput of DHx packet types 
Packet type Transmission time ( Tt )





DH1 625 366 585.6 
DH3 1875 1622 865 
DH5 3125 2870 918.4 
 
The interference distance can affect BER, hence PER, used in throughput calculation.  
However, we do not consider the effect of distance.  We assume PER is equal to the 
collision probability, which corresponds to the worst case scenario.  We believe the 
performance of different packet types have their own characteristics and results 
obtained under the assumption can indicate the general performance of them under 
whatever kind of condition.  We are interested in the throughput performance in 
multiple Bluetooth piconets environment.  In Figure 5.2, the throughput of three packet 
types is displayed as a function of the number of piconets, when it is interfered by 1-
slot packets. 
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Figure 5.2   Throughput of a Bluetooth piconet suffered by 1-slot packets interference 
The results show that 5-slot packet performs best in area I in Figure 5.2, if there are 
less than two piconets.  The sequence from the best to the worse is 5, 3, and 1-slot 
packet.  In area II, it is 3, 5, and 1-slot packet.  In area III, the sequence is 3, 1, and 5-
slot.  If the number of piconets is more than 15, as we can see in area IV, 1-slot packet 
performs best, then 3-slot packet, the last 5-slot packet.  Also we can conclude that 1-
slot packet has good ability to combat the large number of potential interferers.  
However, long packet types such as 3 and 5-slot long are much more bandwidth-
efficient than smaller ones.  It is worth noting that the optimum packet types are 
selected based on throughput capacity rather than a certain throughput threshold.  But 
the results also help to make decision based on performance threshold if it exists.  The 
selection is that when the performance of a packet type degrades lower than its 
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threshold, the system chooses another packet type which can maintain relatively high 
throughput.  
The throughput of three packet types when it is suffered from 3 and 5-slot packets is 
shown in Figure 5.3 and Figure 5.4 respectively.   
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Figure 5.3   Throughput of a Bluetooth piconet suffered by 3-slot packets interference 
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Figure 5.4   Throughput of a Bluetooth piconet suffered by 5-slot packets interference 
To integrate these results, the optimum packet types selected for maximum throughput 
performance in an environment of high interference are summarized in Table 5.3 as 
well as the performance degradation percentage at performance interchange points.   




types from best 






(in sequence of 1, 3 & 5- 
packet types) 
5      3      1 < 2 3%      9%      14% 
3      5      1 Between 2 and 9 12%      30%      44% 




1      3      5 > 15 25%      55%      73% 
5     3      1 < 7 9%      14%      19% When collided 
by 3-slot 
packets 3      5      1 > 7 23%      35%      45% 
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5      3      1 < 12 14%      19%      24% When collided 
by 5-slot 
packets 3      5      1 > 12 23%      30%      37% 
• Safe distance 
In Bluetooth, a / co channelC I − of 11 dB is required for the detector to work efficiently.  
The signal and interference power at the receiver could be estimated as a function of 
distance by using a large scale fading model.  We adopt the path loss formula as Eq. 
(4-3).  Let ud represent the distance between the desired transmitter and receiver; 
Id represent the distance between the interfering transmitter and the receiver.   
1. If both ud and Id are less than 8 m: 
_ _ ( ) 0 (40.2 20log )r u t u u uP P PL d dBm d= − = − +  
_ _ ( ) 0 (40.2 20log )r I t I I IP P PL d dBm d= − = − +  
where _t uP is the transmit power (0 dBm) of a signal; _r uP is the received power of the 
signal; _t IP is the transmit power (0 dBm) of an interferer; and _r IP is the detected 
interference power of the receiver. 
In Bluetooth, a co-channel protection ratio of 11 dB is required, i.e.  
_ _ 20 log 11Ir u r I
u
dSIR P P dB
d
 = − = =  
 





2. If both ud and Id  are larger than 8 m: 
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_ _ ( ) 0 58.3 33log 8
u
r u t u u
dP P PL d dBm   = − = − +      
_ _ ( ) 0 58.3 33log 8
I
r I t I I
dP P PL d dBm   = − = − +       
_ _ 33log 11Ir u r I
u
dSIR P P dB
d
 = − = =  
 





3. If 8ud m<  and 8Id m> : 
_ _ ( ) 0 (40.2 20log )r u t u u uP P PL d dBm d= − = − +  
_ _ ( ) 0 58.3 33log 8
I
r I t I I
dP P PL d dBm   = − = − +       
_ _ 11.7 33log 20log 11r u r I I uSIR P P d d dB= − = − + − =  
Thus we obtain an approximate relationship between Id and ud , which is 8I ud d m− ≥ . 
 
5.2.2 In the Presence of 802.11b 
• Optimum packet types 
With the same consideration as Subsection 5.2.1, we do not consider the effect of 
distance in the procedure to find the optimum packet type of Bluetooth in the presence 
of 802.11b network.  We assume PER is equal to the collision probability, which 
corresponds to the worst case scenario.  The throughput of three packet types in the 
presence of an 802.11b network is shown in Figure 5.5.  The interfering packet length 
of 802.11b is different.  It is obviously found that different 802.11b packet sizes have 
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little effect on the throughput of 3 and 5-slot packet, where 5-slot packet has the best 
throughput performance.  With 802.11b interference, the throughput of 5-slot packet 
degrades by 28%. 




































Figure 5.5   Throughput of a Bluetooth piconet in the presence of an 802.11b network 
• Safe distance 
Following is the calculation of the safe distance of Bluetooth to 802.11b transmitter. 
1. If both ud and Id  are less than 8 m: 
_ _ ( ) 0 (40.2 20log )r u t u u uP P PL d dBm d= − = − +  
_ _ ( ) 20 (40.2 20log ) 13.4r I t I I IP P PL d dBm d dB= − = − + −  
_ _ 20 log 6.6 11Ir u r I
u
dSIR P P dB
d
 = − = − =  
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13.4dB is spreading gain obtained from 802.11b because 802.11b signal is transmitted 






2. If both ud and Id  are larger than 8 m: 
_ _ ( ) 0 58.3 33log 8
u
r u t u u
dP P PL d dBm   = − = − +      
_ _ ( ) 20 58.3 33log 13.48
I
r I t I I
dP P PL d dBm dB  = − = − + −      
_ _ 33log 6.6 11Ir u r I
u
dSIR P P dB
d
 = − = − =  
 





3. If 8ud m<  and 8Id m> : 
_ _ ( ) 0 (40.2 20log )r u t u u uP P PL d dBm d= − = − +  
_ _ ( ) 20 58.3 33log 13.48
I
r I t I I
dP P PL d dBm dB  = − = − + −      
_ _ 18.3 33log 20log 11r u r I I uSIR P P d d dB= − = − + − =  
Thus we obtain the relationship between Id and ud , which is listed in Table 5.4. 
Table 5.4   safe distance difference between ud and Id  
ud  (m) 1 2 3 4 5 6 7 8 
Id  (m) 10 11 14 17 19 22 25 27 
Distance 
difference 
( I ud d− ) 
9 9 11 13 14 16 18 19 
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5.3 Throughput of 802.11b 
IEEE 802.11b defines four data rates.  Each rate should have its optimal operating 
range to others.  In this section, we first discuss the optimal ranges for 802.11b various 
data rates; then we analyze the safe distance ratio for an 802.11b receiver to Bluetooth 
interference.  A packet segmentation measurement is proposed when an 802.11b 
receiver is operating within a dangerous distance to interferers.  Last we discuss what 
the appropriate moment is for 802.11b system to scale higher rates down. 
 
5.3.1 Efficiency Ranges for 802.11b Four Data Rates 
Without considering multipath fading effects, we know the defined transmit power 
(20dBm) for an 802.11b transmitter can provide sufficient Quality of Service (QoS) 
for all applications.  In order to let our results be close to a realistic situation, we set 
the Eb/No ratio to be 15 dB worse in the Rayleigh fading channel.  The formula for the 
throughput generates the graph (Figure 5.6) for the throughput of four 802.11b data 
rates.  From Figure 5.6, we can observe the efficiency of each rate versus distance.  11 
Mbps gives the best throughput for the first 50 meters, then 5.5 Mbps performs the 
best for the next 15 meters, then 2 Mbps becomes more efficient for next 20 meters 
and finally 1Mbps gives the best throughput at 80 meters and beyond.  As a result, we 
can see there is no single modulation that can be optimal under all scenarios.  In 
general, the higher the transmission rate, the higher will be the SNR required to 
maintain the same communication quality, and as a result, the distance of transmission 
using the higher rates is less than that of the lower rates. 
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Figure 5.6    Optimal ranges for 802.11b four data rates 
 
5.3.2 Safe Distance 
In IEEE 802.11b, there is no requirement for co-channel protection ratio.  The safe 
distance could be derived from PER performance in terms of distance.  To reduce 
complexity, Id  and ud  use the same path loss model given by ( ) 40.2 33log( )PL d d= + .  
From the collision probability of 802.11b impacted by Bluetooth, we know when the 
two systems coexist in close proximity, Bluetooth should use long packets, like 5-slot 
packets.  Thus when we discuss the safe distance ratio, we only consider the 802.11b 
packet is interfered by 5-slot packets; and the number of interferers is from one to three.  
Given a fixed packet size of 500 bytes, the receiver’s performance of various data rates 
in the presence of one piconet is obtained and shown in Figure 5.7 in terms of PER.   
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Figure 5.7   safe distance for an 802.11 receiver in the presence of one piconet 
It can easily be observed that PER of each data rate reaches its maximum value and 
keeps stable when Bluetooth transmitters are very close.  The effect results from that 
the interference power in a collision is so strong that error probability of the packet 
involved in collision equals one.  In this situation, the PER is equal to the collision 
probability which is determined by packet transmission time WT ; but little relates to the 
distance.  This explains why 1 Mbps mode has the highest error probability, followed 
by 2, 5.5 and 11 Mbps; because the transmission time in 1 Mbps mode is the longest.  
With increasing distance between interferer and the receiver, PER of 1 Mbps mode 
decreases sharply at the ratio of 0.25, followed by 2 Mbps, 5.5 Mbps and 11 Mbps at 
the ratio of 0.45, 0.75 and 1, respectively.  The error rates are very low beyond these 
ratio points, thus they can be considered as safe distance ratios. 
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Increasing the number of Bluetooth piconets, the safe distance ratio increases as shown 
in Figure 5.8 and 5.9.  We summarize safe distance ratios for 802.11b in the presence 
of Bluetooth in Table 5.5.  From these results, it can be seen that lower data rates are 
able to operate closer to interference than higher data rates.   
Table 5.5   Safe distance ratios for 802.11b in the presence of Bluetooth 
 piconets=1 piconets=2 piconets=3 
Rates 
(Mbps) 1 2 5.5 11 1 2 5.5 11 1 2 5.5 11 
Safe 
di/du 0.25 0.45 0.75 >1 0.3 0.5 0.85 >1 0.35 0.55 0.9 >1 
 









































Figure 5.8   safe distance for an 802.11 receiver in the presence of two piconets 
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Figure 5.9   safe distance for an 802.11 receiver in the presence of three piconets 
 
5.3.3 Packet Segmentation  
Since there are four data rates defined within 802.11b, the temporal duration of the 
WLAN packets can vary significantly, for packets carrying the exact same data.  The 
longer the duration of the WLAN packet, the more likely it will collide with an 
interfering Bluetooth packet, and the more likely that it may be destroyed if the 
interference is really strong.  In case this happens, the transmitter resends the same 
packet several times before it successfully reaches the receiver.  This would take much 
more time than sending a smaller packet. By reducing the size of the packets 
transmitted, there is a better probability of successful transmission.  Therefore, packet 
segmentation is a potential strategy under poor channel conditions [9].  In general, 
however, a long packet could increase system throughput.  Under good channel 
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conditions, segmentation is a hindrance because the associated overhead tends to 
reduce the aggregate throughput.  Packet segmentation is allowed in the IEEE 802.11b 
standard at the MAC layer; so that the segment size could vary from 100 to 2350 bytes.  
One way to optimize the total throughput of the system is to optimize the throughput at 
each of the data rates.  Consequently, we propose a packet segmentation scheme that is 
based on adapting the packet size at each data rate.   
Recall the 802.11b segmentation mechanisms: the data within a large packet is broken 
into a sequence of smaller packets.  This yields a sequence of DATA frames and 
corresponding Acknowledgement (ACK) frames that are exchanged with only a short 
interval, Short Inter Frame Space (SIFS) and Distributed Inter Frame Space (DIFS), 
separating the ACK and the subsequent DATA transmission, thus minimizing the 
probability that other transmitters might seize the medium.  If a collision or other 
transmission impairment causes a DATA-ACK exchange to fail, the remaining 
sequence of segments is continued as before when the transmitter is able to 
successfully re-seize the medium [9].  For simplicity, we assume that the transmitter 




CWT aSlotTime= ⋅ [31].   
Suppose two 802.11b stations, one working as transmitter and the other as receiver, are 
operating in the range of significant interference from Bluetooth.  Let us see what the 
best packet segmentation size is for different data rates.  Figure 5.10 shows the 
throughput performance of an 802.11b receiver as a function of packet duration.  Three 
curves present different interference scenarios, impacted by one, two and three 
piconets respectively.  The maximum throughput is found at 2192 sµ  for the receiver 
in the presence of one piconet.  By deducting overhead duration of 192 sµ , it 
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corresponds to the optimum packet size of 250 bytes for 1 Mbps; 500 bytes for 2 Mbps; 
and so on.  Observing the maximum throughput in the presence of two and three 
piconets, the optimum packet sizes of 167 and 129 bytes are obtained.  Table 5.6 
summarizes the optimum packet sizes for 802.11b four data rates operating within 
dangerous distance ranges.  By using the suggested optimum packet sizes at each data 
rate, the transmitter could reach its maximum throughput at that rate.  
Table 5.6   the optimum packet size for 802.11b in the presence of Bluetooth 
               Data  










Piconets = 1 (2192-192)/8 500 1375 2750 
Piconets = 2 (1528-192)/8 334 918 1837 
Piconets = 3 (1224-192)/8 258 709 1419 
 






































in the presence of one piconet
in the presence of 2 piconets
in the presence of 3 piconets
*impacted by Bluetooth 5-slot time packet 
 
Figure 5.10   Throughput of an 802.11b network in the presence of Bluetooth 
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We know from those distance ratio graphs that there exist two kinds of operation range, 
safe distance and dangerous distance.  In the safe distance range, the system should 
select the segmentation size of 2350 bytes, which is the longest one the MAC layer 
allowed; in the dangerous distance range, the packet segmentation sizes should be 
selected according to the results we get in Table 5.6.  The safe and dangerous distance 
ratios are given in Table 5.5.  Thus we obtain the optimum packet sizes for each rate as 
a function of the distance ratio /i ud d and the number of piconets, which is listed in 
Table 5.7.  Note that the optimum segmentation size given here is to ensure the 
corresponding data rate achieve its maximum throughput under current link, but not 
ensure the data rate is the most efficient to other data rates.  Research on data rate 
scaling for optimal throughput under certain link will be discussed in next subsection. 
Table 5.7   The optimum packet sizes for each data rate 
 piconets=1 piconets=2 piconets=3 
 11 5.5 2 1 11 5.5 2 1 11 5.5 2 1 
1.0 2350 2350 2350 2350 1837 2350 2350 2350 1419 2350 2350 2350
0.9 2350 2350 2350 2350 1837 2350 2350 2350 1419 2350 2350 2350
0.8 2350 2350 2350 2350 1837 918 2350 2350 1419 709 2350 2350
0.7 2350 1375 2350 2350 1837 918 2350 2350 1419 709 2350 2350
0.6 2350 1375 2350 2350 1837 918 2350 2350 1419 709 2350 2350
0.5 2350 1375 2350 2350 1837 918 2350 2350 1419 709 258 2350
0.4 2350 1375 500 2350 1837 918 334 2350 1419 709 258 2350
0.3 2350 1375 500 2350 1837 918 334 2350 1419 709 258 129 
0.2 2350 1375 500 250 1837 918 334 167 1419 709 258 129 




5.3.4 Data Rate Scaling 
The MAC layer is where data rates are determined, so this is the place to resolve data 
rate versus packet size trade-offs.  It is possible for the Bluetooth interference to cause 
the WLAN to scale to a lower data rate [78].  At a lower data rate the duration of the 
WLAN is increased.  This increase in packet duration can lead to increase in packet 
collisions with the interfering Bluetooth packets.  In some implementations, this can 
lead to yet a further decrease in the WLAN data rate.  To solve this problem we should 
know the maximum throughput for each data rate in different interference conditions.   
We have discussed the efficiency of each rate versus distance in interference free 
environment.  Then we discussed the safe distance ratio for the WLAN in the presence 
of Bluetooth.  We know the maximum segment size is 2350 bytes allowed in the IEEE 
802.11b at MAC layer.  Thus the WLAN should use the packet size as long as 2350 
bytes when the WLAN is operating in safe distance range or interference free 
environment.  Then we discuss the optimum packet sizes for each data rate when the 
WLAN is operating in dangerous distance range to Bluetooth, and we know the sizes 
are varying according to the number of interferers.   
By given the packet size and distance, we can compute corresponding PER for the 
optimum packet segmentation sizes listed in Table 5.7.    It is recorded in Table 5.8. 
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Table 5.8   The PER for each data rate corresponding to optimum packet size 
 piconets=1 piconets=2 piconets=3 
 11 5.5 2 1 11 5.5 2 1 11 5.5 2 1 
1.0 0.38 0.0 0.0 0.0 0.59 0.0008 0.0 0.0 0.71 0.009 0.0 0.0 
0.9 0.38 0.0 0.0 0.0 0.59 0.018 0.0 0.0 0.71 0.06 0.0 0.0 
0.8 0.38 0.005 0.0 0.0 0.59 0.08 0.0 0.0 0.71 0.71 0.0 0.0 
0.7 0.38 0.136 0.0 0.0 0.59 0.59 0.0 0.0 0.71 0.71 0.0 0.0 
0.6 0.38 0.40 0.0 0.0 0.59 0.59 0.0 0.0 0.71 0.71 0.0 0.0 
0.5 0.38 0.40 0.0 0.0 0.59 0.59 0.02 0.0 0.71 0.71 0.088 0.0 
0.4 0.38 0.40 0.1 0.0 0.59 0.59 0.59 0.0 0.71 0.71 0.71 0.0 
0.3 0.38 0.40 0.40 0.0 0.59 0.59 0.59 0.01 0.71 0.71 0.71 0.087
0.2 0.38 0.40 0.40 0.40 0.59 0.59 0.59 0.59 0.71 0.71 0.71 0.71 
0.1 0.38 0.40 0.40 0.40 0.59 0.59 0.59 0.59 0.71 0.71 0.71 0.71 
 
Table 5.9   Data rate scaling algorithm 
 piconets=1 piconets=2 piconets=3 
 11 5.5 2 1 11 5.5 2 1 11 5.5 2 1 
1.0 4.49 4.38 1.83 0.95 2.73 4.38 1.83 0.95 1.71 4.34 1.83 0.95
0.9 4.49 4.38 1.83 0.95 2.73 4.3 1.83 0.95 1.71 4.12 1.83 0.95
0.8 4.49 4.36 1.83 0.95 2.73 3.06 1.83 0.95 1.71 0.85 1.83 0.95
0.7 4.49 3.3 1.83 0.95 2.73 1.36 1.83 0.95 1.71 0.85 1.83 0.95
0.6 4.49 2.29 1.83 0.95 2.73 1.36 1.83 0.95 1.71 0.85 1.83 0.95
0.5 4.49 2.29 1.83 0.95 2.73 1.36 1.79 0.95 1.71 0.85 0.99 0.95
0.4 4.49 2.29 1.25 0.95 2.73 1.36 0.5 0.95 1.71 0.85 0.31 0.95
0.3 4.49 2.29 0.83 0.95 2.73 1.36 0.5 0.86 1.71 0.85 0.31 0.49
0.2 4.49 2.29 0.83 0.42 2.73 1.36 0.5 0.25 1.71 0.85 0.31 0.16
0.1 4.49 2.29 0.83 0.42 2.73 1.36 0.5 0.25 1.71 0.85 0.31 0.16
 
The maximum throughput (Mbits/s) of each rate in different interference conditions, 
therefore, is obtained via computation of Table 5.7 and 5.8, and recorded in Table 5.9.  
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We mark those points which the maximum throughput is smaller than that of the lower 
rate with shading.  The points also indicate the data rate scaling boundaries.  We can 
see if there is only one piconet, 11 Mbps performs best for all the ratios.  It is also 
observed the 1 Mbps outperforms the 2 Mbps when / 0.3i ud d = .  When Bluetooth 
piconets increase to two, we have to abandon the use of 11 Mbps; and 5.5 Mbps 
outperforms at the ratios of 0.8 to 1.0; then have to scale to 2 Mbps if ratios decrease to 
0.7; if interferer is much closer to the ratio of 0.4, scaling to 1 Mbps is best for the 
system.  Similar observation can be got when piconets increase to three. 
  
5.4   Effects of Traffic Load 
For this topic we just discuss the effects of a simple traffic load change on the systems.  
Up to now, we always assume full traffic load in Bluetooth and 802.11b network.  It is 
the worst case for the systems because there is no time slot that the interferer will be 
off.  A simple traffic load scheme is to reduce the transmitting packets in the channel.  
This is equivalent to reducing the number of interferers in the proximity.  An example 
of full load is a Bluetooth SCO link of 2-slot period, which occupies the whole 
capacity of a piconet.  If it is changed to 4-slot period, the traffic load is reduced to half.  
If an 802.11b system coexists with two closed Bluetooth piconets, this traffic load 
change is equal to the number of interferers to be reduced from two to only one.  So 
the effect of traffic load can be approximated as a linear relationship with the number 




CONCLUSIONS AND FUTURE WORK 
 
6.1 Conclusions 
The objective of the research disclosed in this thesis was to develop a model for a 
complete analytical study for the mutual interference between two systems by means 
of an integrated approach, which properly takes all transmission aspects (propagation 
effects, interference, thermal noise, modulations, coding techniques, data rates) and 
medium access control aspects (frequency hopping, packet structure, packet size 
adjustment, traffic load) into account.  This study then leads the research on how to 
optimize system throughput in a situation with numerous, disparate, and uncoordinated 
interferers. 
In the BER analysis part, the error probability of CCK is derived.  Results show that 
CCK modulation technique is better than DPSK modulation.  At the same 0/bE N  ratio, 
CCK 11Mbps outperforms CCK 5.5 Mbps, DBPSK and DQPSK.  In the 802.11b 
system, the transmit power is kept fixed for each data rate, thus as a result, 1 Mbps 
performs best, followed by 2 Mbps, 5.5 Mbps and 11 Mbps, at the same 0/SE N .  The 
efficient operating distance of higher rates is shorter than that of the lower rates. 
In the collision analysis part, the mutual interference between Bluetooth and Bluetooth, 
Bluetooth and 802.11b, and conversely, 802.11b and Bluetooth, are evaluated.  For the 
interference between Bluetooth and Bluetooth, we find there are different numbers of 
co-worked competitors that a Bluetooth piconet can tolerate depending on each packet 
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type used.  For the piconet using 1-slot packet, it can tolerate 7 piconets, where they all 
make use of 1-slot packet type; or 8 piconets if they make use of 3 or 5-slot types.  
Considering fairness among all the coexisting piconets, the same packet type should be 
used in each piconet.  Thus we can see 1-slot packet type is suitable for each piconet in 
high density interference environment, up to 8 piconets; 3-slot type suits to less than 6 
piconets; while 5-slot type is used when less than 4 piconets. 
It is observed that the interference from 802.11b on Bluetooth is in form of frequency 
static interference because they are always from a fixed frequency band.  From the 
result, we find the collision probability of 1-slot packet type correlates with 802.11 
packet length because we assume it is shorter than backoffT .  But for 3 or 5-slot time 
packet, it is a constant collision probability because their length is longer than backoffT . 
The reciprocal scenario where the effect of Bluetooth piconets on 802.11b is 
considered.   We find 802.11b packet suffers the most from Bluetooth 1-slot packet 
type, then 3 and 5-slot types.  Since the use of multiple time slot packets effectively 
reduces the Bluetooth hop rate, thereby increasing the chances of successful reception 
of WLAN packets.   
In Chapter 4, a more accurate and practical model is proposed in the evaluation of PER 
by combining both PHY and MAC layers.  By taking the distance effects into account, 
smaller PERs are obtained than using collision probability.  And the results of PER are 
suitable for a more realistic scenario. 
The study on mutual interference between the two systems gives us some insight of 
how the systems work in a particular scenario.  In Chapter 5, we try to figure out how 
to enhance systems’ performance by selecting the optimum packet type, packet size, 
safe distance, data speed, and etc.  For Bluetooth system, the optimum packet types for 
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a Bluetooth device in the presence of multiple piconets are found by using throughput 
calculation.  They are summarized in Table 5.3.  Considering fairness among the 
piconets, each piconet should use same packet types.  Thus the results show that the 
throughput of 1-slot packet type outperforms other types when the number of 
interference reaches to 15; for 3-slot type, it is above 7; while 5-slot type could always 
maintain the highest throughput if interferers are less than 12.  The long packet type is 
also suggested to use in the presence of 802.11b. 
For the reciprocal scenario that 802.11b affected by Bluetooth, the efficient operating 
range for each data rate is obtained.  11 Mbps gives best throughput for the first 50 
meters, then 5.5 Mbps performs the best for the next 15 meters, then 2 Mbps becomes 
more efficient for next 20 meters and finally 1Mbps gives the best throughput at 80 
meters and beyond.  Through the PER calculation, we find the safe distance range for 
an 802.11b receiver from Bluetooth interference.  Thus when the WLAN is operating 
in safe distance range or interference free environment, the long segmentation size of 
2350 bytes is suggested to use.  Then the optimum packet sizes are found for each data 
rate under significant interference from Bluetooth.  The proper moment for data rate 
scaling of the system under significant interference is also discussed carefully.  We 
find 11 Mbps has the maximum throughput in the presence of one Bluetooth piconet.  
When piconets increase, 11 Mbps mode has to be abandoned, and data rate scaling can 
take place at the proper distance ratio.       
To sum up, by using the proposed evaluation framework, the impact of interference 
where two systems are affecting each other is easily obtained.  But it must be 
emphasized that the results of this analysis should be considered preliminary.  It should 
be stressed that interference between radio systems is highly variable and depends on a 
number of factors, primarily geometry of the nodes.  Given the nature of radio-wave 
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propagation and implementation limitations of receiver design, it is always possible to 
construct scenarios that will give pathologically poor performance (or unrealistically 
excellent performance).  The conclusions represent neither extreme, but are indicative 
of the results that led the industry to look for solutions. 
 
6.2 Future work 
6.2.1 ISI and Frequency Selective 
In this thesis, we ignore the effect of inter-symbol interference (ISI).  Actually, in the 
indoor environment, signals can arrive at the antenna by more than one path.  In 
addition, the distance of each path can be quite different.  Each signal path from the 
transmitter to the receiver has a unique time delay and phase shift associated with it.  
For this reason, the received signal can be severely distorted.  Some frequencies within 
the signal bandwidth combine constructively, increasing signal strength.  Others 
combine destructively, thereby reducing signal strengths at that particular frequency.  
This phenomenon is called frequency selective.  In the indoor environment, energy 
reaching the receiver antenna via delayed paths can spill from one symbol into 
subsequent symbols.  In fact, some secondary paths can have delays equivalent to 
several symbol times.  IEEE 802.11b devices employ a waveform known CCK.  The 
underlying modulation is single-carrier QPSK.  At 11 Mbps, a symbol period is about 
91 ns.  However, some secondary paths have delays of 400 to 500 ns.  In these 
situations, ISI can result in distortion of as many as five or six subsequent symbols.  
Consequently, energy transmitted in one symbol period can distort several subsequent 
symbols.  Thus, multipath can cause ISI resulting in several signal distortion.   
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6.2.2 Experimental Measurements Studies 
Published results can be classified into at least three categories depending on whether 
they rely on analysis, simulation, or experimental measurements.  Analytical results 
based on probability of packet collision were obtained in this thesis.  Although these 
analytical results can often give a first order approximation on the impact of 
interference and the resulting performance degradation, they often make a number of 
assumptions such as the channel model, the interference model and the radio 
propagation model, which can make them less realistic.  On the other hand, 
experimental results are highly site-specific and can be considered more accurate at the 
cost of being too specific to the implementation tested.  So the approach of analysis 
combined with experimental measurements is a highly useful tool for predicting 
performance that can be tied to average measurements. 
 
6.2.3 Other New Technologies in the 2.4 GHz ISM Band 
In November 2001 the IEEE 802.11 committee adopted a draft standard called 802.11g 
that will provide data rates of up to 54 Mbps in the 2.4 GHz band using Orthogonal 
Frequency Division Multiplexing (OFDM) as the physical layer modulation format 
[79].  802.11g systems are still in their infancy.  The proposed OFDM technology is 
originally used in the 802.11a standard in the 5 GHz band.  But now as the restriction 
of prohibiting the use of OFDM in the 2.4 GHz band was lifted in May of 2001 [80], it 
is reused in the 2.4 GHz.  Though the MAC specification has remained largely 
unchanged until now (except for Quality of Service (QoS) enhancements under 
802.11e [81]), the 802.11g physical layer is based on the use of OFDM which is 
arguably the best waveform available today for WLAN applications.  OFDM for 
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802.11g splits an information signal across 52 separate subcarriers to provide 
transmission of data at a rate of 6, 9, 12, 18, 24, 36, 48 or 54 Mbps.  Four of the 
subcarriers are pilot subcarriers that the system uses as a reference to disregard 
frequency or phase shifts of the signal during transmission.  The remaining 48 
subcarriers provide separate wireless pathways for sending the information in a parallel 
fashion.  Various combinations of coding rate and modulation scheme are specified in 
order to facilitate different modes of transmission [82].  These different modes are 
defined in Table 6.1.  OFDM was developed specifically for indoor wireless use and 
offers performance much superior to that of DSSS solutions.  OFDM works by 
breaking one high speed data carrier into several lower speed subcarriers.  Each 
subchannel in the OFDM implementation is about 300 KHz wide.  This enables a 
significantly longer symbol period.  For BPSK in 802.11g 6 Mbps mode, the data rate 
in each subchannel is 125 Kbps.  A symbol period is about 8000 ns, which is much 
longer than path delays in an indoor environment.   












Data bits per 
OFDM 
symbol 
6 BPSK 1/2 1 48 24 
9 BPSK 3/4 1 48 36 
12 QPSK 1/2 2 96 48 
18 QPSK 3/4 2 96 72 
24 16-QAM 1/2 4 192 96 
36 16-QAM 3/4 4 192 144 
48 16-QAM 2/3 6 288 192 
54 64-QAM 3/4 6 288 216 
In OFDM the subcarrier pulse used for transmission is chosen to be rectangular.  In the 
frequency-domain, the rectangular pulse is represented by a sin(x)/x type of spectrum 
with zero-crossings at intervals corresponding to the inverse of the pulse period.  At 
the zero crossing, there is no energy from adjacent subcarriers.  Subcarriers are 
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therefore said to be “orthogonal” [83][84].  According to the frequency-domain the 
orthogonal subcarriers of OFDM is shown in Figure 6.1.  Obviously the spectrums of 
the subcarriers are not separated but overlay.  Each stream is then mapped to a 
subchannel and combined together using an Inverse Fast Fourier Transform (IFFT) to 
yield the time-domain waveform to be transmitted.  The receiver samples at the center 
frequency of each subchannel, the only energy present is that of the desired signal.  
Even though the OFDM subcarriers are very closely spaced, they do not interfere with 
each other. 
 
Figure 6.1    OFDM and the orthogonal principle 
Even though the PHY is the same in both 5 GHz and 2.4 GHz, the actual operating 
environment is very different in the 2.4 GHz band and hence implementations 
developed for 5 GHz if used directly at 2.4 GHz will cause system degradation.  One 
of the main impediments in WLAN system performance in the 2.4 GHz band is the 
presence of Bluetooth system in the same band.  Some work has been performed in 
6 -4 -2 0 2 4 6 8
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[85]-[88].  In [85], the effect of Bluetooth interference on OFDM-based WLAN is 
evaluated.  The BER performance of OFDM on BPSK modulation is obtained by an 
average for all N subcarriers.  The intense performance degradation of uncoded OFDM 
system is found under Bluetooth environments.  A coded OFDM-based WLAN, 
however, can effectively mitigate Bluetooth interference through coding and 
interleaving even at a low SIR.  The optimum operating coverage for different data rate 
modes is studied in the presence of Bluetooth interference in [86].  The impact of 
Bluetooth interference on the 802.11g is investigated more carefully in [87] and [88] 
by considering the relative power levels of the interferers, packet lengths as well as the 
influence of FEC schemes used in the packets are considered.  Then in the paper of 
[79], a PHY layer algorithm that can cancel Bluetooth interference is presented.  
Anyway, the research on the coexistence of Bluetooth and 802.11g or 802.11b and 
802.11g is just beginning.  The eight available data rate modes defined in 802.11g 
have not been studied thoroughly.  With growingly demanding utilization of the free 
and unlicensed 2.4 GHz band, the coexistence issue among different technologies will 
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