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the  research examined  two methods of   risk  data collection  in  order  to   find  the most appropriate approach. 
Individual interviews with the stakeholders and risk evaluation by the consultant is considered one method. The 
second   is   a   facilitated  meeting  with   stakeholders   present   to   develop   a   consensus   decision   on   risk.   The 







































information,  utilizing   tables  provided   in  AS/NZS4360:2004.  The  risks  will   be   analysed on   their   perceived 
likelihood and consequence. Consequence is considered as the “outcome of an event expressed qualitatively or 
quantitatively, being a loss, injury, disadvantage or gain” (Standards Australia, 2004, p. 5) and is rated according 








A Almost certain Is expected to occur in most circumstances
B Likely Will probably occur in most circumstances
C Possible Might occur at some time
D Unlikely Could occur at some time
E Rare May occur only in exceptional circumstances 
(Standards Australia, 2004)





Descriptor Example detail description
1 Insignifican
t
No injuries, low financial loss
2 Minor First aid treatment, on-site release immediately contained, medium financial loss
3 Moderate Medical  treatment  required,  on-site  release  contained  with  outside  assistance,  high 
financial loss
4 Major Extensive  injuries,  loss  of  production  capability,  off-site  release  with  no  detrimental 
effects, major financial loss
5 Catastrophi
c




risks  creates  a  matrix   (Table  3)   that   is   capable  of   evaluating  any  of   the   analysed   risks   according  to  both 
consequence and likelihood. The matrix table applies a rank to each risk, from extreme to low risk. An extreme 
risk is considered a risk that requires immediate management mitigation (Standards Australia, 2004).
















A (almost certain) High High Extreme Extrem
e
Extreme
B (likely) Medium High High Extrem
e
Extreme





D (unlikely) Low Low Medium High Extreme
E (rare) Low Low Medium High High
(Adjusted from Standards Australia, 2004)
Risk treatment
The final risk management stage according to AS/NZS4360:2004 is  treat the risks. Risk treatment considers 
















































Individual assessment followed the stages suggested by AS/NZS4360:2004, which included risk identification, 
risk analysis, risk evaluation and finally, risk ranking. Each participant completed this process individually, with 
no contact between the other facility participants.




used  (Fischer  & Green,  2004;  Western Australian  Police  Service,  2004;  Western Australian Police Service, 
2004). According to the participants, the facility risks were broad in both categories as it was dependant on the 
attacker as to how the risk could be treated.
Analysis of Individual Risks
The risks were identified as affecting the facility, but in order to create a range of treatment options they also 
needed to be analysed so that the effect they have on the facility and the frequency with which they occur could 










1 Lack of Staff                      (A4) OS&H (Fraudulent claims)          (B4) OS&H (Workplace)
2 Syringes left in room         (B4) Theft (Motor vehicles)                 (C4) Accidents (FP&E)
3 Confronting trespassers    (A3) Burglary (Administration)            (C4) OS&H (Lifting)
4 OS&H (Slip hazards)         (B4) Fraud (Extended credit)              (C4) Easily accessible FP&E

































Ranked position Consensual ranked risks
1 OS&H (Workplace)
2 OS&H (Fraudulent claims)
3 OS&H (Slip hazards)
4 Lack of Staff
5 Verbal conflict with guests2
6 Fraud (Extended credit)3
7 OS&H (Lifting)
8 Accidents (FP&E)
9 Vandalism and Theft1
10 Confronting trespassers
11 Burglary (Administration)
12 Armed Robbery (Administration)
13 Theft (Motor Vehicles)
14 Easily accessible FP&E
15 Syringes left in rooms
A number of considerations were raised and discussed by the participants during stage two. FP&E terminology 
was not known to the other participants. Housekeeping put lack of staff risk at the top of their individual list, but 












contrasted.  Considering   the   risk   rankings   from  both   individual   and   consensual   assessments   the   following 
outcomes were obtained. The top individually ranked risks remained within the top five consensual rankings 


















provided   and   maintained   clearer   goals   and   boundaries   during   the   assessment   tasks,   demonstrating   the 
importance of defining the context stage.
Table 6










1 OS&H (Workplace) 1
2 OS&H (Fraudulent claims) 1
3 OS&H (Slip hazards) 4 
4 Lack of Staff 1
5 Verbal conflict with guests2  5
6 Fraud (Extended credit)3 4
7 OS&H (Lifting)   3
8 Accidents (FPE) 2
9 Vandalism and Theft1   5
10 Confronting trespassers 3
11 Burglary (Administration) 3
12 Armed Robbery (Administration) 5
13 Theft (Motor Vehicles) 2  
14 Easily accessible FPE 4
15 Syringes left in rooms 2
Notes:
1. Vandalism risk changed to Vandalism and Theft risk by consensus.
2. Verbal abuse from guests risk changed to Verbal conflict with guests by consensus.
3. Fraud (Extended Credit) defined as letting guests stay and accepting payment on vacation of rooms, also 
changing from daily to weekly payment is an issue.
4.  = Risk identified individually, but not ranked.
All participants believed that the risks concerning OS&H were very important and were therefore ranked highly. 
This appeared to show that the wellbeing of the facility’s employees, as well as fear of litigation, concerned the 















on   personal   affect   and   parochial   considerations.  The   study   also   illustrated   that   a   consensual   style   of   risk 
identification, analysis and evaluation is produces more holistic risk assessments then assessments conducted in 
isolation.













Opinions  of   risk  data  can be  unrealistic  or  over  emphasised  and  this  will   skew  the   final  outcomes  of   the 
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