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BiS EAGLE EXECUTIVE BRIEFINGS

Refresh your IT disaster recovery plans
According to the National
Oceanic and Atmospheric
Administration, the Atlantic
hurricane season ofﬁcially
started on the ﬁrst of June.
Savannah has
not been devastated by a hurricane in more
than 100 years,
but there’s no
telling what the
Jordan
future holds.
Shropshire
Now is
the time for
businesses to
begin making preparations. A
common mistake that many
businesses make is leaving
information technology out of
their recovery plans.
This is unfortunate,
because information technology (IT) disaster recovery
planning is relatively painless.
It consists of three general
activities: identifying IT services that the business uses,
considering risks to IT, and
devising ways to restore IT
services after a disaster.
Begin the process by tracking the organization’s use of

information technology.
This step is simple: During
the course of a week, keep a
running tab of all the information technology you use
in your work. Ask employees
and coworkers to do the same.
Common examples of IT
services include e-mail, record
keeping systems and Web
sites.
Don’t overlook the obvious.
Cell phones, PDAs and other
wireless devices are critical
communication tools.
At the end of the week,
compile one master list and
rank them in order of importance. This list should guide
your planning efforts. Don’t
waste time or money worrying
about less critical IT.
Next, begin thinking about
risks to these information
technologies. Although a
hurricane may seem unlikely,
many other incidents can lead
to disaster — ﬁres, ﬂoods,
break-ins and computer
viruses occur every day. Even
well-meaning employees occasionally cause disaster.
For additional insight,
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Ensure that the ofﬁce is capable of
performing its work the old-fashioned
way. ... Remember that generation-Y
employees grew up with the Internet and
do not remember life without computers.
speak with an experienced
insurance agent. They handle
ofﬁce-related claims on a
regular basis.
Finally, think of ways to
minimize the effects of each
IT disaster. For instance, a
corrupt hard drive is a serious
problem. One of the easiest
precautions involves buying
an external hard drive and
backing up the software and
data. Update backup copies
on a weekly basis and store
them in an off-site location.
Also, consider purchasing
a laptop instead of a desktop
computer. In the event of an
evacuation, it will be easier
to transport and set up. As a
bonus, many restaurants and
coffee shops offer free wireless
Internet connections, so it

is often possible to continue
working outside the ofﬁce.
What if IT can’t be brought
online for several days?
Ensure that the ofﬁce is
capable of performing its work
the old-fashioned way. Some
training may be necessary.
Remember that generation-Y
employees grew up with the
Internet and do not remember life without computers.
Have baby boomers mentor
younger employees so they are
prepared to cope.
Don’t overlook the less technical issues such as communication and decision making.
Decide how to communicate
with coworkers, vendors and
customers if power or the
Internet is down. One easy
ﬁx is to type up a contact list

ON THE WEB
For more
information on IT
disaster recovery
planning, go to http://
itdr.georgiasouthern
.edu/.
with cell phone numbers and
e-mail addresses.
This is also a good time to
consider decision-making
authority. In the event of an
IT-related disaster, who will
be in charge? As a general
rule, select the person most
familiar with the technology,
but be sure that individual
trains one or two other people
to do the job.
As outlined, IT disaster
recovery planning is a doable
process. Now is the time to
begin preparing.
Jordan Shropshire is an assistant
professor of information
technology at Georgia Southern
University and be reached via
e-mail at jshropshire@georgia
southern.edu.
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