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Abstract 
This research deals with the number theory in Cryptography: Big numbers factorization. It studies three Cryptographic algorithms: (RSA, DES and AES) with the intention of holding comparison among them in order to point out the pros and cons of each of them. The research used the historical method, the descriptive analysis method and the comparative method. The objective of the study is to identify the RSA, DES and AES encryption algorithms, in order to meet the criteria, integrity and identity. Where the problem of studying the coding and sending of messages is encrypted via computer networks and how to receive and decrypt them across the other side, and highlights the importance of studying the effectiveness of encryption in the protection of information sent and ensure access to the other party. The analytical descriptive approach and taking advantage of previous studies and linking the research relationship with the previous studies has been followed. The main findings of the research are: The three algorithms are relative, useful for Number Theory, Three algorithms perform well in both software and hardware, The three algorithms are not easy to break, One of them RSA Based on the hard problem of Difficult to factor large Numbers. 
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