Access Control "Access controls prevent unauthorized users from retrieving, using, or altering information. These controls are determined by an organization's risks, threats, and vulnerabilities."
S1. Supplementary Notes: Details of the research method

Screening and Selection
Search results were collated in Endnote and duplicates were deleted. The initial screening of titles and abstracts was conducted with Abstrackr [15] to mark each citation as 'include,' 'exclude,' or 'maybe.' Articles labeled 'exclude' and 'maybe' were tagged with an explanation for their irrelevance. Common tags were 'no/unclear cybersecurity core' and 'no/unclear health core.' Separate screenings were conducted for the WoS and PubMed articles to account for the differences in the databases. While health-relatedness was clearly identifiable in the PubMed titles/abstracts, we had to be more cautious when screening the WoS titles/abstracts.
Chronological, Clustering, and Trend Analysis
As discussed in the article, for clustering, we used ten security domains created by the International Information Systems Security Certification Consortium to categorize each article. The most widely known certification for information security professionals (Certified Information Systems Security Professional; CISSP) utilizes these ten clusters. See Table S1 in the Appendix for the list and definitions of the ten clusters.
The reviewers initially screened the title and abstract of each article to identify the most descriptive clusters. Multiple clusters per article were permitted. In the secondary screening, articles that were tagged 'full text' were further reviewed and categorized.
Characteristics of Most Publishing Journals and Most Cited Articles
In addition to collecting the features of publishing journals and the number of citations, we also grouped articles by journal and subject categories of the journals-drawn from Incites Journal Citation Reports (JCR) [19] . Moreover, we analyzed the most frequently cited articles. A list of the most cited articles was created by retrieving Google Scholar's article citation information (extracted in September 2017). Figure S1 includes the publication line as well as the number of authors per year. The gap between the number of authors and the number of articles per year has continued to increase as the average ratio of authors to articles has risen. Articles with multiple authors are increasingly being published.
S3. Supplementary Figures
Figure S1: Co-author analysis
The majority of the articles that had multiple high-level interdisciplinary categorizations were technological-managerial (42.1%), and managerial-legal (28.4%) and legal-technological (23.1%) were close behind. Additionally, six out of the 95 interdisciplinary articles (6.3%) had all three managerial-legal-technological clusters. Figures S4 through S7 , we begin to see "policies" and "analysis" and ideas related to "policies," such as "HIPAA" and "legal," in the period beginning in 1994. From 1985 to 2009, many articles focus on the security and management of systems. Starting in 1994, the idea of "protection" starts to emerge, gradually increasing its presence and range, and including words like "confidentiality" and "breaches." In the map for the period 1985 to 1993, there is little overlap between bubbles, and the distance between exact words (the grey dots) are also larger. 
