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To guarantee the normal functioning of quantum devices in different scenarios, appropriate bench-
marking tool kits are quite significant. Inspired by the recent progress on quantum state verification,
here we establish a general framework of verifying a target unitary gate. In both the non-adversarial
and adversarial scenarios, we provide efficient methods to evaluate the performance of verification
strategies for any qudit unitary gate. Furthermore, we figure out the optimal strategy and its real-
ization with local operations. Specifically, for the commonly-used quantum gates like single qubit
and qudit gates, multi-qubit Clifford gates, and multi-qubit generalized Controlled-Z(X) gates, we
provide efficient local verification protocols. Besides, we discuss the application of gate verification
to the detection of entanglement-preserving property of quantum channels and further quantify the
robustness measure of them. We believe that the gate verification is a promising way to benchmark
a large-scale quantum circuit as well as to test its property.
To build a large-scale and stable quantum system, ef-
ficient and robust benchmarking tools are essential [1].
The core aim of the quantum benchmarking is to estab-
lish the correct functioning of a quantum device, so that
one can gain the confidence on the final information pro-
cessing results. A benchmarking process is usually com-
posed of several elements: the unknown target devices,
some trusted (or partially characterized) benchmarking
devices, and a benchmarking protocol with classical data
processing.
While quantum mechanics endows us a large Hilbert
space for information processing, whose size increases ex-
ponentially with the increase of the qubit number, it
also introduces a challenging problem of characterizing
the devices in this space. In general, without any prior
knowledge on the target device, it on the same time takes
exponentially increasing resources to get the full tomo-
graphic image of it [2, 3]. Fortunately, in most of the
cases, one holds some prior knowledge on the possible
structure of the target device. With the assistance of this
prior knowledge, it is in principle feasible to reduce the
benchmarking resources and even characterize the sys-
tem efficiently with a polynomial number of trials. Some
common benchmarking tool kits developed in this spirit
and widely applied in experiments are quantum tomogra-
phy based on compressed sensing [4, 5], tensor-network-
based quantum tomography [6–8], permutation-invariant
quantum tomography [9–11] and direct fidelity estima-
tion [12], ordered by less information gain or higher effi-
ciency.
On the other hand, the correctness of the benchmark-
ing results usually relies on some assumptions made on
the benchmarking devices as well as the target devices.
In practice, the quantum gate benchmarking protocols
∗ zyqphy@gmail.com
with less assumptions on the benchmarking devices have
been proposed, such as gate-set tomography [13, 14] and
randomized benchmarking [15–17], which can in some
sense eliminate the effect of the state preparation and
measurement error. Meanwhile, in some quantum infor-
mation tasks such as quantum key distribution [18, 19]
and blind quantum computation [20], the quantum ob-
jects might be produced by some adversarial party, which
may be correlated among different trials. Thus in these
tasks one should make possibly less or no assumption on
the target devices. Currently, the protocol with the least
device assumption both on benchmarking and target de-
vices is the self-testing one [21, 22], but is not efficient to
extend to multi-partite system in general. As a result,
robust benchmarking protocol against correlated noise is
significant to explore for practical applications.
Recently, a highly efficient benchmarking protocol
called quantum state verification has been introduced
[23, 24]. In the verification, one aims to know whether
the prepared state ρ is close to the ideal pure state |ψ〉
in some precision  for a given significance level δ. The
verification is accomplished by a few rounds of 2-outcome
verification tests, which constitute the verification oper-
ator Ω. Conditioning on the pass of all the tests, one
can lower bound the fidelity within a high precision. The
efficiency of the verification is determined by the spec-
tral gap of the operator Ω. Comparing to the direct
fidelity estimation protocols [12], the verification proto-
col is shown to achieve the same fidelity precision with
quadratically fewer number of trials.
Inspired by the quantum state verification [23–25], here
we propose a general framework of the quantum gate ver-
ification. The main idea is to map the gate verification
to the verification of corresponding Choi state. We first
introduce some prior knowledge on the Choi represen-
tation and the gate fidelity in Section I. Then we pro-
vide a general framework of quantum gate verification
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2and give the optimal strategies in Section II. In Section
III, we focus on some typical quantum gates and discuss
about their verification strategies. Especially we show
that any single-partite (qubit and qudit) gates and Clif-
ford gates can be efficiently verified. In Section IV, we
discuss the application of the gate verification in testing
the properties of quantum channels, such as the robust-
ness of quantum memory [26, 27]. Finally, in Section V,
we summarize our work, discuss about the possible future
direction, and compare it to recent related works.
I. PRELIMINARIES
In this section we first review some essential properties
of quantum channels that is related to our discussion.
A. Choi state representation of quantum channels
For a quantum system A, denote its Hilbert space as
HA. The set of linear operations on A is denoted as
L(HA) and the set of quantum states as D(HA). Suppose
the systems A and A¯ own the same dimension and BA =
{|j〉A}d−1j=0 ,BA¯ = {|j〉A¯}d−1j=0 are two orthonormal bases of
them. The maximally entangled state (with respect to
BA and BA¯) on systems A, A¯ is defined to be
|Φ+〉AA¯ =
1√
d
d−1∑
j=0
|jj〉AA¯ . (1)
and we denote the density matrix ΦAA¯+ := |Φ+〉AA¯ 〈Φ+|
for simplicity.
A linear map EA→B : L(HA) → L(HB) is a quan-
tum channel if and only if (iff) it is a completely positive
and trace-preserving (CPTP) map. Denote Id the d-
dimension identity map. On account of the state-channel
duality, the (normalized) Choi state representation of a
quantum linear map is defined to be
ΦABE = (IA→A ⊗ EA¯→B)(ΦAA¯+ ), (2)
that is, the output state of the map IA→A⊗EA¯→B with
the maximally entangled state as the input state.
The linear map EA→B is completely positive iff ΦABE is
positive; EA→B is trace preserving iff TrB [ΦABE ] = IA/dA.
In this work, we focus on the case when the output di-
mension dB is the same as the input dimension dA. We
denote d := dA = dB . Meanwhile, we omit the super-
script of EA→B standing for the system when no ambi-
guity occurs. Note that as the channel E being an unitary
U , the Choi state is a maximally entangled (pure) state,
and we denote the unitary channel as U(·) = U · U†.
The Choi state encodes all the information of the cor-
responding quantum channel, and one can also obtain
the output of the channel by the following relation,
E(ρ) = dTrA
[
(ρTA ⊗ IB)ΦABE
]
. (3)
The state-channel duality is essential to our work, which
indicates that verifying the quantum channel is equiva-
lent to verifying the Choi state. We show in Sec. II that
many results in the state verification can be applied to
the current study.
B. Average gate fidelity and entanglement fidelity
In this work, we focus on benchmarking the quantum
gate, say an unitary U on the Hilbert space Hd. Due
to the unavoidable noise, the actual operation realized
in an experiment may be a noisy channel E . Here we
use the average gate fidelity to characterize the difference
between the ideal unitary gate U and the noisy channel
E .
F (U , E) :=
∫
dψTr [U(ψ), E(ψ)] (4)
where the integration is over all the pure state under
Haar measure. The average gate fidelity is widely used
in the quantum gate benchmarking experiment.
For the corresponding Choi states, the entanglement
fidelity is defined as,
F (U , E) := Tr(ΦUΦE) = 〈Φ+|ΦΛ |Φ+〉 . (5)
In fact, there is a direct relation between the average gate
fidelity and the entanglement fidelity,
FA(U , E) = dFE(U , E) + 1
d+ 1
. (6)
As a result, one can investigate FA(U , E), a practi-
cal figure of merit, with F (U , E) which is related to the
following theoretical derivation. We denote r(U , E) :=
1 − F (U , E) as the entanglement infidelity, and call it
infidelity in the following discussion without ambiguity.
II. GENERAL FRAMEWORK OF QUANTUM
GATE VERIFICATION
In this section, we introduce a general framework of
quantum gate verification. We first analyze the perfor-
mance of verification strategies in non-adversarial sce-
nario in Section II A. We then discuss the optimal verifi-
cation protocol in Section II B, which can be realized in
a quite experiment-friendly way. After that, in Section
II C we extend the verification task to the adversarial
scenario, which can be useful in the quantum communi-
cation tasks with untrusted quantum channels.
A. Non-adversarial scenario
We start from the i.i.d. (identical and independent
distribution) scenario, where a device named Eve is going
3to produce N rounds of the same quantum channel E ,
which should be the unitary gate U in the ideal case.
Similar as the state verification, as a user of the channel
Alice would like to verify whether the underlying channel
is close to the ideal unitary within some  using N tests
under some significance level δ.
On account of the state-channel duality introduced in
Sec. I A, a natural method is to input maximally en-
tangled state and verify the output Choi state directly.
However, from a practical point of view, the verification
with the maximally entangled state preparation is con-
sumptive and also not robust to the state preparation er-
ror. Therefore, in the following discussion, we adopt the
strategy that only employs single-partite input states and
measurements without ancillaries, that is, in a prepare &
measurement manner.
During each round, Alice prepares a state ρl, lets it get
through the channel E , and measures it using 2-outcome
positive operator-valued measurement (POVM) opera-
tors {El, 1 − El}, with 0 ≤ El ≤ I. The state ρl and
POVM element El satisfy
Tr[U(ρl)El] = 1. (7)
We name the combination (ρl, El) satisfying Eq. (7) as a
verification pair for U .
In different rounds, Alice may adopt different verifica-
tion pairs (ρl, El) for testing. Suppose she chooses the
pairs with probability pl. The verification pairs (ρl, El)
as well as the probability pl together compose a strategy
W := {pl, (ρl, El)}l. The verification protocol is listed as
follows.
1. For each trial, Alice randomly chooses a verification
pair (ρl, El) with probability pl from the strategy
W .
2. Alice prepares state ρl, inputs it to the quantum
channel E to be verified, measures the output state
using POVM {El, 1−El}, and records the test out-
come.
3. Alice performs the above tests for N times. If all
the tests pass, Alice estimates the average gate fi-
delity F (E , U) ≥ 1−  with a significance level δ.
On account of the state-channel duality in Eq. (3),
Eq. (7) can be reformulated as
dTr
[
(ρTl ⊗ El)ΦU
]
= 1. (8)
and we define the verification operator being
Ω := d
∑
l
pl(ρ
T
l ⊗ El). (9)
From this point of view, the verification scheme of a
channel is (mathematically) closed related to the one of a
maximally entangled state ΦU [25]. The operator Ω from
the strategy W is denoted as the corresponding verifi-
cation operator. However, there are still differences be-
tween the maximally entangled state verification and the
gate verification:
1. In the maximally entangled state verification, the
possible noisy objects are bipartite states; while in
the gate verification, the possible noisy objects are
noisy quantum channels, which puts extra limita-
tions on the Choi states compared with the bipar-
tite states.
2. In the gate verification, the state is prepared deter-
ministically, and the measurement is decided ac-
cording to the state preparation. Thus one is re-
stricted to the one-way LOCC strategy, comparing
to the former bipartite state analysis [28–30].
Now we study the performance of the verification pro-
tocol, which is usually characterized by the minimum
number of trials N(, δ,Ω) for a given infidelity upper
bound , significance level δ, and verification operator Ω.
That is, if the verification succeeds in N rounds, one can
confirm that the fidelity between the underlying noisy
channel and the target unitary is larger than 1 −  with
probability 1− δ.
The minimum number of trials N(, δ,Ω) is directly
related to the maximal passing probability P (,Ω). For
the noisy channel with entanglement infidelity rE(U , E)
not smaller than , the maximal pass probability (corre-
sponding to the type-II error of hypothesis testing) is,
P (,Ω) = max
rE(U,E)≥
Tr[ΩΦE ]
≤ max
Tr[ΦUρ]≤1−
Tr[Ωρ] = 1− ν(Ω). (10)
Here the first maximization is on all the possible channel
E , and the Choi state should satisfy an additional con-
straint TrB [Φ
AB
E ] = IA/dA than the quantum state verifi-
cation. Thus the followed inequality acts as an useful up-
per bound of the pass probability. Here ν(Ω) := 1−β(Ω)
is the spectral gap of Ω, with β(Ω) being the second
largest eigenvalue. Note that P (,Ω) can be written as a
semidefinite program,
max Tr
[
ΩΦABE
]
s.t. Tr
[
ΦABU Φ
AB
E
] ≤ 1− ,
TrB
[
ΦABE
]
=
Id
d
,
ΦABE ≥ 0.
(11)
Given a verification operator Ω, under the condition
of all the N test trials pass, for the significance level δ,
i.e., P (,Ω)N ≤ δ, the minimal number of the verification
trials N is,
N(, δ,Ω) =
⌈
ln δ−1
lnP (,Ω)−1
⌉
≤
⌈
ln δ−1
ln[1− ν(Ω)]−1
⌉
≤ [ν(Ω)]−1 ln δ−1,
(12)
Here the first inequality is due to the upper bound in
Eq. (10), which is generally loose.
4To reduce the trial number, one should minimize the
passing probability in Eq. (10) for all possible verification
operator, and the optimal one is
P op() = min
Ω
P (,Ω),
= min
Ω
max
rE(U,E)≥
Tr(ΩΦE),
(13)
where the operator Ω is from all verification strategy
W given by Eq. (9). The optimal trial number is then
Nop(, δ) =
⌈
ln δ−1
lnP op()−1
⌉
. In the following, we show some
properties of P (,Ω), which are helpful for its optimiza-
tion in the next section.
Observation 1. The pass probability P (,Ω) defined
in Eq. (10) is a non-decreasing convex function on the
verification operator Ω. That is, P (,Ω′) ≥ P (,Ω) if
Ω′ − Ω ≥ 0 is semidefinite positive, and
P (,Ω′) ≤ p1P (Ω1, ) + p2P (Ω2, ), (14)
with Ω′ = p1Ω1 + p2Ω2, p1 + p2 = 1, p1, p2 ≥ 0.
In practice, the noisy channels {Ek} during different
trials may be different with each other. In this case,
a well-defined estimation value would be the averaged
infidelity over different rounds
r¯(U , {Ek}) = 1
N
N∑
k=1
r(U , Ek). (15)
Similar to the discussion of the quantum state verifi-
cation [31], with the same verification schemes W , one
can actually bound the average infidelity r¯(U , {Ek}) us-
ing Eq. (12).
B. Optimal verification with pure state inputs and
projective measurements
In this section, we provide the optimal verification
of any unitary channel U under pure state inputs and
project measurements (PVM), which is easier for the
experiment realization. Suppose there is a verification
strategy W := {pl, (ρl, El)}l for the identity channel
I, then any unitary U can be verified with W ′ :=
{pl, (ρl,U(El))}l. Consequently, without loss of gener-
ality we focus on the optimal verification of I in the fol-
lowing discussion.
To find the optimal verification of I, we have the fol-
lowing two lemmas to convert an arbitrary verification
operator Ω to the corresponding Bell-diagonal form with-
out reducing its preformance.
Lemma 1. Under the unitary transformation V, the ver-
ification strategy W := {pl, (ρl, El)}l of the identity chan-
nel I becomes W ′ := {pl, (V(ρl),V(El)}l. The pass prob-
ability is invariant under the transformation
P (,Ω′) = P (,Ω), (16)
where the verification operators Ω and Ω′ are from W
and W ′ respectively and
Ω′ = d
∑
l
pl(V(ρl)T ⊗ V(El))
= d
∑
l
plV∗(ρ∗l )⊗ V(El) = V∗ ⊗ V(Ω).
(17)
Proof. First, note that Tr[Ω′Φ+] = Tr[Ω[V∗⊗V]†(Φ+)] =
Tr[ΩΦ+]=1, thus Φ+ can pass the verification also for Ω
′.
Suppose a state ΦE reaches the maximal value of P (,Ω)
according to Eq. (10), then one can find Φ′E = V∗⊗V(ΦE)
such that Tr[Ω′Φ′E ] = Tr[ΩΦE ]. As a result, P (,Ω
′) ≥
P (,Ω). Since the unitary is reversible, similarly one can
also get that P (,Ω′) ≤ P (,Ω), and thus P (,Ω′) =
P (,Ω).
Lemma 2. For a verification operator Ω of the identity
channel I, one can find the corresponding Bell-diagonal
verification operator
Ω′ =
1
d2
d−1∑
u,v=0
W∗(u, v)⊗W(u, v)(Ω)
=
d−1∑
u,v=0
λu,vΦu,v,
(18)
where W(u, v) labeled by u, v are d2 unitary channels of
the Weyl operator introduced in Appendix A, such that
the pass probability does not increase, i.e., P (,Ω′) ≤
P (,Ω).
The proof of Lemma 2 is in Appendix B.
Theorem 1. For any unitary U on Hd, one can con-
struct the optimal verification strategy with pure state
inputs and projective measurements. The optimal veri-
fication operator is
Ωop =
I + dΦU
1 + d
. (19)
and the optimal pass probability and trial number are
P op() = 1− d
d+ 1
,
Nop(, δ) =

ln δ−1
ln
(
1− dd+1
)−1
 ≤
⌈
d+ 1
d
ln δ−1
⌉
.
(20)
Proof. Without loss of generality, we consider the iden-
tity channel I here. Based on Lemma 2, to find the op-
timal verification one only needs to investigate Ω in the
Bell-diagonal form. In this case, the channel verification
and the state verification become coincident, that is, the
first inequality in Eq. (10) is saturated. To be specific,
the maximization of Tr[Ωρ] = Tr[Ωρdiag] is equivalent for
the Bell-diagonal states, which are legal Choi states.
5At the same time, for the state verification, the optimal
verification operator with separable measurements [25,
32] is
Ωop =
I + dΦ+
1 + d
, (21)
which is clearly Bell-diagonal, thus can be reached by
quantum channel verification. It is clear that the optimal
gap here is ν(Ωop) =
d
d+1 .
Now we show that Ωop can be constructed in a prepa-
ration and measurement manner. The optimal operator
Ωop can be realized by the so called conjugate-basis (CB)
projector of an orthogonal basis B = {ψd−1i=0 } in Hd [25],
P (B) =
∑
ψl∈B
ψ∗l ⊗ ψl. (22)
That is, Ωop =
1
d+1
∑d+1
l=1 P (Bl), when Bl are d + 1 mu-
tually unbiased bases (MUBs). If the dimension is not a
prime power, the verification operator can be realized by
Ωop =
∑
α pαφ
∗
α⊗ φα and
∑
α pα = d, with the weighted
complex projective 2-design {pα, φ∗α} [25, 33, 34].
Finally, according to Eq. (3), the corresponding verifi-
cation strategy of I shows, { 1d(d+1) , (ψil , ψil)}, where ψil is
from (d+ 1) MUB Bl. That is, we input ψ
i
l and measure
ψil with equal probability. For the unitary U , the veri-
fication strategy is { 1d(d+1) , [ψil ,U(ψil)]}. One can find
the strategy of Ω constructed from 2-designs in a similar
manner.
Practically, one may prefer to implement the verifica-
tion with less MUBs, due to the reasons that there are
no enough MUBs in the Hilbert space or to reduce the
experiment resources. The verification can be built with
less MUBs, Ω = 1g
∑g
l=1 P (Bl), and the spectral gap is
ν(Ω) = (g − 1)/g [25]. According to Eq. (12), the trial
number is upper bounded by,
N(, δ) ≤

ln δ−1
ln
(
1− g−1g 
)−1
 ≤
⌈
g
(g − 1) ln δ
−1
⌉
,
(23)
Note that the bound may be not tight, however it is
economical. For example, one can finish the verification
with only two bases with the trial number only about
two times overhead than the optimal one.
C. Adversarial scenario
In the discussion above, we suppose the implemented
quantum gates are independent for different rounds.
However, this may not be true in general. In some prac-
tical quantum information tasks, the quantum channels
in different rounds will be correlated. For example, when
Alice produces the uncharacterized gates with memory
effect, the gate noise in the former rounds may affect the
latter gate realization. On the other hand, in some quan-
tum communication tasks, the quantum channels may be
held by some untrusted parties Eve, e.g. entangled state
distribution and quantum key distribution [19]. In this
case, the adversarial Eve may be even more powerful so
that he can take advantage of the correlations between
different rounds [31]. Eve may produce a large composite
quantum channel
E(N+1) : D((HA)⊗(N+1))→ D((HB)⊗(N+1)). (24)
with arbitrarily correlated noise. We will leave out the
subscript (N + 1) in the later discussion in this section,
i.e., E := E(N+1).
To verify the quantum channel in this case, we suppose
Alice (and Bob) is able to randomly choose N rounds
from the overall (N+1) rounds to perform the verification
test. She (They) leaves the left round to perform the
real quantum information processing task. In Fig. 1(b),
we describe the adversarial channel verification with two
parties.
The possibility that the N rounds of tests pass is
pE = Tr
[
(Ω⊗N ⊗ I)ΦE(N+1)
]
, (25)
where without loss of generality, we assume the test is
on the first N qubits, and in the same time ΦE(N+1) is
permutation-invariant. Conditioning on the passing of N
rounds tests, Alice would like to confirm that the reduced
(N + 1)-th round quantum channel given by the reduced
Choi state
ΦE′ = p−1E Tr1∼N
[
(Ω⊗N ⊗ I)ΦE(N+1)
]
, (26)
is closed to the target unitary U . The entanglement fi-
delity between ΦE′ and U is
F (E ′,U) = Tr(ΦE′ΦU )
= p−1E Tr
[
(Ω⊗N ⊗ ΦU )ΦE(N+1)
]
= p−1E fE ,
(27)
where
fE := Tr
[
(Ω⊗N ⊗ ΦU )ΦE(N+1)
]
. (28)
The core task in adversarial scenario is to verify
whether the channel used for the task round is the tar-
get unitary channel U . Similarly to the state verification
discussion in Ref. [31], we define the estimated (entangle-
ment) fidelity lower bound with respect to the number of
test rounds N , a failure probability of δ, and the verifi-
cation strategy Ω
F (N, δ,Ω) := min
ΦE
{p−1E fE |pE ≥ δ}, 0 < δ < 1, (29)
where ΦE take values over all Choi states. The number
of trials lower bound with respect to a precision of , a
failure probability of δ, and the verification strategy Ω is
defined to be
N(, δ,Ω) := min{N |F (N, δ,Ω) ≥ 1− }. (30)
6FIG. 1. The non-adversarial scenario and adversarial scenario. (a) In the non-adversarial scenario, Alice prepare the states ρl,
sends it to an uncharacterized channel and performs measurement El on it. The channels of different trials are independent
with each other. (b) In the adversarial scenario with two communication parties, Alice prepare the states ρl, sends it to an
untrusted channel, Bob then receives output states from the channel. After Alice announces the random test rounds, Bob
performs measurement El on them and estimate the gate for the left turn (shown in green). The channels of different trials are
correlated with each other.
For convenience of the later discussion, we also define
the bipartite state verification parameters
FS(N, δ,Ω) := min
ρ
{p−1ρ fρ|pρ ≥ δ},
NS(, δ,Ω) := min{N |FS(N, δ,Ω) ≥ 1− }.
(31)
Here the optimization is taken over all the 2(N + 1)-
qudit (
⊗N+1
i=1 Hi)⊗2 bipartite state ρ, and pρ, fρ is de-
fined by replacing ΦE in Eq. (25) and Eq. (28) to ρ. It is
obvious that F (N, δ,Ω) ≥ FS(N, δ,Ω) and N(, δ,Ω) ≤
NS(, δ,Ω). Therefore, the bipartite state verification pa-
rameter FS(N, δ,Ω) and NS(, δ,Ω) are the lower bound
and upper bound of F (N, δ,Ω) and N(, δ,Ω) respec-
tively. One can apply the analysis in Ref. [24, 31] to
estimate NS(, δ,Ω) and FS(N, δ,Ω), which provides a
useful bound for N(, δ,Ω) and F (N, δ,Ω).
For a general strategy Ω, F (N, δ,Ω) can be expressed
as the following programming problem
min Tr
[
(Ω⊗N ⊗ ΦU )ΦE
]
/Tr
[
(Ω⊗N ⊗ I)ΦE
]
s.t. Tr
[
(Ω⊗N ⊗ I)ΦE
] ≥ δ
TrB [ΦE ] =
(
Id
d
)⊗(N+1)
ΦE ≥ 0,
(32)
which is not easy to find an analytical solution in general.
In the following paragraphs, we show the method to
find the optimal verification schemes as well as to ana-
lyze its performance. We first consider the verification
operator in the Bell-diagonal form, and show that the
figure of merits equal to the ones of the state. Then, we
extend the analysis to a general type of verification op-
erators which are called Bell-supported, and show that
they are always sub-optimal to a homogeneous strategy.
Finally, we solve the optimal homogeneous strategy and
the performance of it.
Observation 2. For a verification strategy Ω of a quan-
tum gate U which is bell-diagonal under a local unitary
transformation, i.e.,
Ω =
d−1∑
u,v=0
λu,vΦ˜
AB
u,v , (33)
where {Φ˜ABu,v } are the qudit Bell states {ΦABu,v } under local
unitary transformation on system A and B, and Φ˜AB0,0 =
ΦABU , λ0,0 = 1, we have
F (N, δ,Ω) = FS(N, δ,Ω),
N(, δ,Ω) = NS(, δ,Ω).
(34)
Proof. We first simplify the expression of F (N, δ,Ω). Due
to the random assignment of test rounds, it is not re-
strictive to consider the permutation-invariant ΦE only.
Similar to the discussion in Ref. [31], one can define the
permutation-invariant Bell basis
Φ˜k = PˆS(Φ˜
⊗k0,0
0,0 ⊗ Φ˜⊗k0,10,1 ⊗ ...⊗ Φ˜⊗kd−1,d−1d−1,d−1 ), (35)
where PˆS is the symmetrization operator, mixing all
possible permutation with respect to different rounds,
k := [k0,0, k0,1, ..., kd−1,d−1] is a sequence of nonnegative
integer number with
∑
u,v ku,v = N + 1.
Since pE and fE in Eqs. (25), (28) only depend on the
diagonal elements of ΦE in the Bell basis, without loss of
generality, we may assume that the Choi state is diagonal
in the product basis of Φ˜u,v. We only need to consider
the Choi state ΦE as the mixture of Φ˜k
ΦE =
∑
k∈K
ckΦ˜k, (36)
where {ck} are the nonnegative mixing coefficients with∑
k∈K ck = 1, and K is the set of all possible k. Note
7that, the Φ˜u,v-basis naturally meets the requirements of
Choi states, i.e., TrB [Φ
AB
u,v ] = Id/d. As a result, the
optimization is over the whole convex hull made by {Φk},
similar to the state case in Ref. [31]. Therefore,
F (N, δ,Ω) = min
ΦE
{p−1E fE |pE ≥ δ}
= min
{ck}
{p−1E fE |pE ≥ δ}
= FS(N, δ,Ω).
(37)
A strategy Ω for unitary U with the form
Ω = ΦU + λ(1− ΦU ), (0 ≤ λ < 1), (38)
is called homogeneous. Note that the homogeneous strat-
egy is a specific case of bell-diagonal strategy. The eigen-
values of such Ω except the largest one are all degener-
ated to be λ. It was shown in Ref. [31] that the following
optimization of the quantum state verification
max
Ω
FS(N, δ,Ω) (39)
can always be achieved by the homogeneous strategy for
given N and δ.
Now we discuss the optimal strategy Ω for the quantum
gate verification and first introduce some notations. We
call a strategy Ω useless under given N and δ if no Choi
state ΦE meets the requirement
pE ≥ δ. (40)
By spectrum decomposition, a strategy Ω can be writ-
ten in the following unique form
Ω =
J−1∑
j=0
λjΠj , (41)
where J < d is the number of different eigenvalues,
λ0 = 1 > λ1 > ... > λJ−1 ≥ 0, and Πj is the projec-
tor onto the eigenspace with eigenvalue λj , whose rank
may be larger than 1. If there exists a maximally en-
tangled state Φe such that Φe ⊆ Πj , we call the Πj
space is Bell-supported. Denote the set of Bell-supported
{Πj} of Ω as S(Ω). Obviously, Π0 ⊆ S(Ω). If a strat-
egy has Bell-supported projector set S(Ω) with at least
one elements else than Π0, we call the strategy Ω is Bell-
supported. The Bell-diagonal strategies are the extreme
cases of Bell-supported strategies, where S(Ω) span the
whole operator space of Ω.
For the Bell-supported strategies, we have the follow-
ing lemma.
Lemma 3. For a Bell-supported strategy Ω, denote a
subset of S(Ω) as S0(Ω) ⊆ S(Ω) which contains Π0 and at
least another element Πj. Denote the set of eigenvalues
corresponding to the projects in S0(Ω) as λ(S0(Ω)). If
we construct a new strategy Ω′ with the following form
Ω′ =
∑
j|Πj∈S0(Ω)
λjΠj +
∑
j|Πj /∈S0(Ω)
λ˜jΠj , (42)
where λ˜j can take any value in λ(S0(Ω)) except for λ0 =
1, then
F (N, δ,Ω′) ≥ F (N, δ,Ω) (43)
if Ω′ is not useless given N and δ.
Lemma 3 implies that, for the Bell-supported strat-
egy Ω, one can always find a strategy with degenerated
eigenvalue which is not worse than Ω. Therefore, for a
given N and δ, and among all the Bell-supported strate-
gies Ω, by applying the Lemma 3, one can see that the
optimal strategy can always be achieved by homogeneous
strategy. The proof of Lemma 3 is in Appendix C.
For the homogeneous strategy Ω, according to Ob-
servation 2, one can directly calculate FS(N, δ,Ω) and
NS(, δ,Ω). In the high precision limit, i.e., , δ → 0, the
optimal homogeneous strategy to verify U is
Ω = ΦU +
1
e
(1− ΦU ). (44)
To realize this, based on the optimal CB-test strategy
introduced in Section II, one may add some “trivial test”
into it. In the “trivial test”, Alice and Bob perform no
operation to realize the identity test. To realize the op-
timal homogeneous test in the high precision limit, one
may perform the trivial test with probability p = d+1−eed
and original optimal CB-test with probability 1 − p. In
this case, the required number of trials is [25]
N(, δ, λ) = NS(, δ, λ) ≈ e−1 ln δ−1. (45)
III. VERIFICATION OF SOME TYPICAL
QUANTUM GATES
In the previous section, we introduce the general
framework of the quantum gate verification. Especially,
we show that any unitary channel U on Hd can be ef-
ficiently verified with pure state inputs and projective
measurements, in both non-adversarial and adversarial
scenario. In this section, we apply such verification pro-
tocol to several typical quantum gates involved in quan-
tum computing, such as any single qubit gates, multi-
qubit Clifford gates and beyond. Hereafter, we focus on
the non-adversarial scenario.
A. Single qubit gates
We first study the qubit identity channel I, and lat-
ter directly extend it to any single qubit gate U by some
8unitary transformation. The Choi state of I is Φ+. Ac-
cording to Theorem 1, we can utilize 3 MUBs from the
Pauli bases,
P (X) =
X ⊗X + I
2
= |++〉 〈++|+ |−−〉 〈−−| ,
P (Y ) =
−Y ⊗ Y + I
2
= |+i− i〉 〈+i− i|+ |−i+ i〉 〈−i+ i| ,
P (Z) =
Z ⊗ Z + I
2
= |00〉 〈00|+ |11〉 〈11| ,
(46)
which account for three subspaces, and |±i〉 denote
the eigenstates of the Y basis. Note that these three
projectors can also be derived from the stabilizer of
the Choi state, which is helpful for the derivation of
multi-qubit gates. The verification operator is Ω =
1
3 (PX + PY + PZ) [23]. By Theorem 1, the qubit gate
can be verified with optimal trial number Nop(, δ) =⌈
ln δ−1
ln[1− 23 ]−1
⌉ ⌈
3
2 ln δ
−1⌉.
The corresponding verification strategyW for the iden-
tity qubit channel I is to choose the following verification
pairs (ρl, El)
(|+〉 , |+〉), (|−〉 , |−〉),
(|+i〉 , |+i〉), (|−i〉 , |−i〉),
(|0〉 , |0〉), (|1〉 , |1〉).
(47)
with equal probability 1/6. For example, (|+〉 , |+〉)
means that one inputs the |+〉 and perform measurement
using PVM {|+〉 〈+| , I− |+〉 〈+|}. If the mesurement re-
sult is |+〉 〈+|, the test passes. For any single qubit gate
U , verification pairs should be updated to (ρl,U(El)).
For example, for the Z gate the verification strategy is
to choose
(|+〉 , |−〉), (|−〉 , |+〉),
(|+i〉 , |−i〉), (|−i〉 , |+i〉),
(|0〉 , |0〉), (|1〉 , |1〉).
(48)
with equal probability 1/6. In the same way, the non-
Clifford T gate can also be verified. In addition, general
qudit gates can be verified according to Sec. II B.
B. Clifford gates
In this and the next section, we consider the multi-
qubit gates, where the underlying Hilbert space is Hd =
H⊗N2 . In this case, it is not easy to implement the op-
timal strategy given in Sec. II B, since the input states
and the measurements could be entangled ones. Thus,
in the following we show how to verify the Clifford and
Cn−1Z(x) gates locally, inspired by the verification of
stabilizer(-like) states.
Let us first take the Controlled-Z (CZ) gate as an ex-
ample, and the overall Choi state shows,
|ΦCZ〉 = 1
2
CZ3,4(|00〉+ |11〉)1,3 ⊗ (|00〉+ |11〉)2,4. (49)
1
2
3
4
CZ_{3,4}
FIG. 2. The Choi state: the CZ gate operates on the Bell
pairs. The green (horizontal) line labels the CZ gate, and the
black U -type line labels the Bell pair.
Note that CZ gate operates on the final two qubits. The
stabilizer generators of the initial Bell states are,
g1 = X1X3, g2 = Z1Z3, g3 = X2X4, g4 = Z2Z4, (50)
and the generators of the state |ΦCZ〉 is updated to g′i =
U(gi), where U is the corresponding gate (CZ here).
g′1 = X1X3Z4, g
′
2 = Z1Z3, g
′
3 = X2Z3X4, g
′
4 = Z2Z4,
(51)
on account the commuting relations,
CZi,jXi(j)CZi,j = XiZj(ZiXj),
CZi,jZi(j)CZi,j = Zi(j).
(52)
To verify the Choi state, we can use the four stabilizer
generators g′i to construct the projection Pi =
g′i+I
2 , and
the verification operator is Ω = 12n
∑
i Pi (here n = 2)
with the gap being ν(Ω) = 1/2n. In fact, one can uti-
lize all the non-trivial 22n − 1 stabilizers to enhance the
gap to 22n−1/(22n − 1) [23, 31], but may cost more state
preparation and measurement settings. In some cases,
the measurement settings can be reduced by the coloring
of the corresponding graph states [35–37], which is equiv-
alent to the stabilizer states under local Clifford gates
[38]. For example, for the n-qubit Clifford circuit with
only CZ gates between each two neighbouring qubits, the
corresponding Choi state is a 2-color graph state. There-
fore, with only two state preparation and measurement
settings, one can verify such Clifford circuit efficiently.
Now we translate the strategy expressed by verifica-
tion operator Ω to the realization with verification pairs
(ρl, El). For the projector Pi, the corresponding subspace
is the +1 subspace of g′i = Ai⊗Bi, where Ai, Bi are two
Pauli tensor operators. Thus the verification strategy
(ρl, El) is to input the eigenstate |ψA〉 in the +1(−1) sub-
space and project the eigenstate to the +1(−1) subspace
of Bi. Since Ai, Bi are Pauli operators, the verification
can be accomplished with inputting product pure states
in the Pauli basis and Pauli measurements. For instance,
the verification pairs of projector P1 and P2 are,
{|+〉1 , (X3Z4)+}, {|−〉1 , (X3Z4)−},
{|0〉1 , Z+3 }, {|1〉1 , Z−3 },
(53)
9similarly for P2 to P4. To be specific, here
{|+〉1 , (X3Z4)+} means that one inputs |+〉 on the first
qubit (I/2 on the second qubit), and measure the result
in the +1 basis of X3Z4. It is clear that (X3Z4)
± can be
finished by local X3 and Z4 measurements and classical
post-processings.
The above analysis can be generalized to the verifica-
tion of any Clifford gates, and we summarize this in the
following observation.
Observation 3. Any n-qubit Clifford gate can be verified
under entanglement infidelity  and significance level δ
with verification trial number upper bounded by,
N ≤
⌈
2n

ln δ−1
⌉
(54)
and this bound can be further reduced with more input
states and measurement settings,
N ≤
⌈
22n − 1
22n−1
−1 ln δ−1
⌉
(55)
where the input states are in the Pauli basis and the mea-
surements are local Pauli ones.
C. Multi-qubit Control-Z and Control-X gates
In this section, we show the verification protocol of the
Cn−1Z and Cn−1Z, i.e.,
Cn−1Z = I− 2 |00 · · · 0〉 〈00 · · · 0| . (56)
and Cn−1X = HnCn−1XHn.
Similar as Sec. III B, we can find the updated “sta-
bilizer” generators, however now the stabilizers are not
in the Pauli tensor form since the Cn−1Z(x) gate is not
a Clifford one. Since the Cn−1Z gate can generate the
hypergraph state [39], in the following we adopt the veri-
fication operator for the hypergraph state [36]. As shown
in Fig. 3, the Choi state of the Cn−1Z(X) state is equiv-
alent to the hypergraph state under local unitary, i.e, the
single-qubit Hadamard gate.
|ΦCn−1Z〉 =
n⊗
i=1
Hi |HG〉 ,
|ΦCn−1X〉 =
n−1⊗
i=1
Hi ⊗H2n |HG〉 ,
(57)
where the hypergraph state |HG〉 =⊗n
i=1 CZ{i,i+n}C
n−1Z |+〉⊗N .
In this way, we can directly get the stabilizer genera-
tors of the Choi states from the ones of the hypergraph
state. For example, for the |ΦCn−1Z〉, the generator re-
lated to the 4-th qubit is g4 = X1X4CZ5,6. It is not hard
to see that the graph is n+1 colorable in Fig. 3. Thus one
can verify |ΦCn−1Z〉 and |ΦCn−1X〉 using verification op-
erator constructed from the stabilizers with the spectral
gap is 1/(n + 1) according to the color protocol in [36].
In a similar way as in Sec. III B, we can transfer the state
protocol to the verification strategy of the unitary gates,
and the verification trial number is N ≤ ⌈n+1 ln δ−1⌉.
Note that we can still use local state inputs and Pauli
basis measurements, since the CkZ operator on k-qubit
can be measured with the Z basis measurement Z⊗k us-
ing post-processing.
IV. APPLICATIONS IN CHANNEL PROPERTY
TESTING
In this section, we show the application of the verifica-
tion protocol to the efficient test on the property of the
underlying quantum channel. Here we focus on channels’
entanglement property. We believe that the following
analysis could be easily generalized to other properties,
such as the coherence generating power [40, 41].
The entanglement property refers to whether the un-
derlying channel is an entanglement-preserving (EP) or
the entanglement-breaking (EB) one. This kind of test
is essential for quantum communications, such as the
quantum memory and the quantum channel in quantum
networks and distributed quantum computing. An EB
channel can always be described by a measurement-and-
preparation channel, thus destroys any quantum corre-
lation between the initial input state and other parties.
In the following sections, we first discuss the verification
of the entanglement property of the channel and further
quantifies this kind of quantumness by estimating a lower
bound of the (generalized) robustness of the quantum
memory [26, 27].
A. Entanglement property detection
As a specific type of quantum channel, a good quantum
memory can preserve the quantum information to some
extent. In the ideal case, the quantum memory keeps all
the information contained in the states and is reversible.
The perfect memory is a known unitary U , e.g., the iden-
tity channel I. In the following discussion, we show that
the verification protocol can help us reveal whether the
noisy channel is EP. Without loss of generality, here we
focus on the strategies to verify I.
It is known that a channel is EP iff the corresponding
Choi state is an entangled state. The Choi state ΦE is
entangled if the fidelity to the maximally entangled state
Tr(ΦEΦ+) ≥ 1/d, that is, by the violation of the following
witness,
W := I
d
− Φ+, (58)
where the expectation value 〈W〉 ≥ 0 for all separable
states [42].
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FIG. 3. The Choi state: the CCZ gate operates on the Bell pairs. The green (horizontal) line labels the CCZ gate, and the
black U -type line labels the Bell pair. Here we transform the Choi states of Cn−1Z and Cn−1X to the hypergraph states |HG〉
in (a) and (b) respectively. Here the hypergraph state |HG〉 owns three (red) normal edge and one (green) n = 3-hyperedge,
and the graph is n+ 1 = 4 colorable.
As a result, here the error threshold is taken as  =
1 − 1/d. From Theorem 1, we know that the optimal
verification round is,
Nop =
⌈
ln δ−1
ln [1− ν(Ωop)]−1
⌉
=
⌈
ln δ−1
ln
(
d+1
2
)⌉ . (59)
Thus EP property can be verified with single round if d ≥
2δ−1− 1. Moreover, suppose we consider the verification
protocol just with two MUBs, which is the easiest to
realize in the experiment, the corresponding verification
round is,
N2−MUB ≤
⌈
ln δ−1
ln
(
1− d−12d
)−1
⌉
=
 ln δ
−1
ln
(
2d
d+1
)
 . (60)
Thus we can use two measurement settings, for example,
X and Z bases states and measurements to detect the
entanglement property of the quantum channel.
B. Quantumness quantification
In this section, we further apply the verification to
the quantification of quantumness. Specifically, an op-
erational measure called the robustness of the quantum
memory can be lower bounded using the verification pro-
tocol.
We first introduce the robustness of entanglement [43],
Rs(ρ) := min
σ∈S
{
t ≥ 0, ρ+ tσ
1 + t
∈ S
}
, (61)
where S is the set of separable states. R(ρ) quantifies
how much separable noise needs to be introduced to make
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the state separable. If one allows the noisy state σ to be
any state, the definition becomes the generalized robust-
ness RsG(ρ). By definition, RsG(ρ) ≤ Rs(ρ).
In a similar way, the robustness of quantum channel is
defined as [26, 27],
R(E) := min
M∈F
{
t ≥ 0, E + tM
1 + t
∈ F
}
, (62)
where F is the set of EB channels. If one allows the mixed
channelM to be any channel, the definition becomes the
generalized robustness RG(E). By definition, RG(E) ≤
R(E). The (generalized) robustness measure of quantum
channel owns a few of significant operational meaning,
such as the amount of classical simulation cost and the
advantage in state discrimination-based quantum games.
Observation 4.
Rs(ΦE) ≤ R(E), RsG(ΦE) ≤ RG(E), (63)
where ΦE is the Choi state of the quantum channel E.
Proof. Here we prove the first inequality, and the second
can be proved in the same way. If we write Eq. (62)
in the Choi state form, we can see that the noisy Choi
state ΦM is not only a separable state but also under
the additional constraint—maximally mixed on the first
subsystem. However, the minimization of Rs(ΦE) does
not need this constraint thus serves as a lower bound.
From Observation 4, one has RsG(ΦE) ≤ RG(E) ≤
R(E). Thus we can give a reliable lower bound of the
robustness of quantum channel by estimating the corre-
sponding measure on the Choi state. From Ref. [44], the
generalized robustness of entanglement on states can be
lower bounded by the witness as,
RsG(ρ) ≥
|Tr(Wρ)|
λmax
, (64)
where λmax is the largest eigenvalue of the witness oper-
ator W. Inserting the witness in Eq. (58), we have
RsG(ΦE) ≥ dTr(ΦEΦ+)− 1. (65)
As a result, to confirm R(E) ≥ r, the entanglement infi-
delity should satisfies  ≤ d−r−1d . And we have the trial
number of the optimal strategy given by
Nop =
⌈
ln δ−1
ln [1− ν(Ωop)]−1
⌉
=
 ln δ
−1
ln
(
d+1
r+2
)
 . (66)
Note as r = 0, Eq. (66) becomes the result in Eq. (59) of
the verification of entanglement. We can further reduce
the measurement efforts by using less MUBs.
V. CONCLUSION AND OUTLOOK
In this work, we studied the verification of quantum
gates. Based on the Choi representation of quantum
channels, we analyze the verification strategies with local
state inputs and local measurements without the assis-
tance of extra ancillaries.
In the non-adversarial scenario, the verification per-
formance characterized by the type-II error probability
P (,Ω) can be calculated by a semidefinite program. On
accunt of the unitary invariance and convexity of the pass
probability with respect to Ω, one can prove the optimal-
ity of a uniformly mixing strategy Ωop in Eq. (19), which
can be realized by a CB test with (d+1)-MUB when d is a
prime power, or other mixing strategy based on quantum
state 2-design. Moreover, we show that the performance
of all the Bell-diagonal strategies can be exactly evalu-
ated.
In the adversarial scenario, the verification perfor-
mance characterized by the entanglement fidelity lower
bound F (N, δ,Ω) and number of trials upper bound
N(, δ,Ω) are in general hard to solve, while the cor-
responding state parameters FS(N, δ,Ω) and NS(, δ,Ω)
can provide a useful bound. We prove that, for the Bell-
diagonal strategies with the form in Eq. (33), the calcu-
lation of F (N, δ,Ω) and N(, δ,Ω) can be reduced to its
corresponding state version FS(N, δ,Ω) and NS(, δ,Ω).
Meanwhile, we prove that, among all the Bell-supported
strategies Ω defined in Section II C, for given trial rounds
N and significant level δ, the optimal F (N, δ,Ω) can al-
ways be achieved by the homogeneous strategies.
More specifically, we analyze the local verification
strategies and their performance for some common quan-
tum gates, such as single-qubit and qudit gates, multi-
qubit Clifford gates, and multi-qubit controlled-Z and
controlled-X gates. We also demonstrate the applica-
tion of gate verification for channels’ property testing.
We show that gate verification can be used to test the
entanglement-preserving property and further the quan-
tification of the robustness of quantum memory.
To enhance the robustness of our work against state
preparation and measurement error, we may consider the
combination of channel verification with common robust
methods, such as randomized benchmarking [15, 17], ro-
bust tomographic information extraction [45], and gate
set tomography [14]. On the other hand, it is important
to make the gate verification protocol robust against few
rounds of failure tests [46].
To characterize the quantumness in a channel is cur-
rently a hot topic [26, 27, 47–51]. Here we analyze the
application of gate verification to quantify the robust-
ness of quantum memory [26, 27], we believe that our
method can be extended to quantify other properties
of the channel, such as the coherence generating power
[40, 41], magic [52] and so on.
During the preparation of this manuscript, we notice
two recent related works [53, 54]. Comparing to Ref. [53],
we analytically derive the optimal verification strategy
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for the general d-level unitary. Ref. [54] develops a very
general framework for the quantum gate verification with
local state inputs and local measurements, which is suit-
able for quite a few gates, especially for the multi-partite
ones. Here we focus on the preparation and measurement
strategies and directly relate them to channel’s Choi rep-
resentation. As a result, our performance (by the num-
ber of trials) on the multi-qubit Clifford gate in Eq. (55),
N ≤
⌈
22n−1
22n−1 
−1 ln δ−1
⌉
is better than the one in Ref. [54],
N ≤ ⌈3−1 ln δ−1⌉. Moreover, here we also consider the
quantum gate verification in adversarial scenario and its
application in channel property testing.
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Appendix A: Heisenberg-Weyl Operators and generalized qudit Bell states
The Heisenberg-Weyl group is a generalization of Pauli group. For a qudit Hilbert space with computational basis
{|l〉}d−1l=0 , we define
Z =
d−1∑
l=0
exp(i
2pi
d
l) |l〉 〈l| ,
X =
d−1∑
l=0
|l + 1〉 〈l| ,
(A1)
here |l + 1〉 means |(l + 1) mod d〉.
The Heisenberg-Weyl operator W (u, v) is defined to be
W (u, v) = XuZv, (A2)
with u, v = 0, 1, ..., d− 1. It is easy to verify that
Xd =Zd = I, (Xu)† = X−u, (Zv)† = Z−v,
XuZv = exp
(
−i2pi
d
uv
)
ZvXu,
W (u, v)W (u′, v′) = exp
(
−i2pi
d
(uv′ − vu′)
)
W (u′, v′)W (u, v).
(A3)
Define Φ0,0 = Φ+ =
1√
d
∑d−1
j=0 |jj〉. The generalized qudit Bell states[55] are
|Φu,v〉 := W (u, v) |Φ+〉
=
1√
d
d−1∑
l=0
exp
(
2pii
d
lv
)
|l〉A ⊗ |l + u〉B ,
(A4)
Denote Φu,v := |Φu,v〉 〈Φu,v|. The qudit Bell states {Φu,v}d−1u,v=0 form an orthonomal basis,
〈Φu,v|Φu′,v′〉 = 〈Φ+| (I ⊗W (u, v)†W (u′, v′)) |Φ+〉
= exp
(
−i2pi
d
udv
)
〈Φ+| (I ⊗XudZvd) |Φ+〉
=
1
d
exp
(
−i2pi
d
udv
) d−1∑
j=0
d−1∑
m,l=0
exp
(
i
2pi
d
vdl
)
〈j, j|m, l + ud〉 〈m, l|j, j〉
=
1
d
δud,0 exp
(
−i2pi
d
udv
) d−1∑
j=0
exp
(
i
2pi
d
vdj
)
= δud,0δvd,0
(A5)
where ud := u
′ − u, vd := v′ − v.
Appendix B: Proof of Lemma 2
Proof. The summation in Eq. (18) is a“twirling” operation on the Weyl operators, and we frist prove that the twirling
result is in the Bell-diagonal form. To prove this, we take out an operator element |Φw1〉 〈Φw2 | in the Bell basis with
wi = (ui, vi) and |Φwi〉 = I⊗Wi |Φ+〉, and show that it vanishes after the twirling unless w1 = w2. For simplicity, we
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denote a = exp
(−i 2pid ) and (w,w′) = (uv′ − vu′).∑
w
W∗(u, v)⊗W(u, v)(|Φw1〉 〈Φw2 |)
=
∑
w
W ∗ ⊗W (|Φw1〉 〈Φw2 |)WT ⊗W †
=
∑
w
W ∗ ⊗W I⊗W1 |Φ+〉 〈Φ+| I⊗W †2WT ⊗W †
=
∑
w
a(w,w1)a−(w,w2)I⊗W1
∑
w
W ∗ ⊗W |Φ+〉 〈Φ+|WT ⊗W †I⊗W †2
=
∑
w
e(w,w1−w2)I⊗W1 |Φ+〉 〈Φ+| I⊗W †2
=
∑
w
e(w,w1−w2) |Φw1〉 〈Φw2 |
=
∑
{u,v}
e−i
2pi
d (uδv
′−vδu′) |Φw1〉 〈Φw2 |
=δ{w1−w2} |Φw1〉 〈Φw2 | .
(B1)
where w1 − w2 = (δu′, δv′). Here the first equality we apply the commuting relation in Eq. (A3); the fourth equality
is due to the invariance of the maximally entangled state |Φ+〉 under the operation W ∗ ⊗W .
Then we prove the non-increasing of the passing probability P (,Ω). Note that the twirling operation is a mixing of
d2 verification operators Ω{u,v} =W∗(u, v)⊗W(u, v)(Ω) with equal probability Ω′ = 1/d2
∑
Ω{u,v}. Thus, combing
Observation 1 and Lemma 1, one has P (,Ω′) ≤ 1/d2∑P (,Ω′) = P (,Ω).
Appendix C: Proof of Lemma 3
Proof. For the strategy Ω, we take a group of eigenvectors {Ψj,l} corresponding to different eigenvalues {λj}. If the
rank of Πj is larger than 1, then l denotes the index in the degenerated space. We set Ψj,0 to be (one of) the Bell
state in Πj if Πj ∈ S0(Ω). Obviously, {Ψj,l} are also the eigenvectors of Ω′. We denote the set of maximally entangled
basis in it as Θ(Ψj,l).
Similar to the argument in the proof of Observation 2, we now introduce the permutation-invariant basis
Ψk = PˆS
⊗
j,l
Ψ
⊗kj,l
j,l
 , (C1)
where PˆS is the symmetrization operator, mixing all possible permutation with respect to different rounds, k :=
[k0,0, k0,1, ..., kJ−1,L−1] is a sequence of nonnegative integer number with
∑
j,l kj,l = N + 1. If k is non-zero only on
the set Θ(Ψj,l), the generated symmetric state Ψk will also be the maximally entangled state. We denote the set of
such Ψk as the symmetric Bell basis ΘS(Ψj,l, N).
Since pE and fE in Eqs. (25), (28) only depend on the diagonal elements of ΦE in the basis of Ω, without loss of
generality, we may assume that the Choi state is diagonal in the product basis of {Ψj,l}. We only need to consider
the Choi state ΦE as the mixture of Ψk
ΦE(c) =
∑
k∈K
ckΨk, (C2)
where c = {ck} are the nonnegative mixing coefficients with
∑
k∈K ck = 1, and K is the set of all possible k. Since
Ψk might not meet the requirement of Choi state, there is extra limitation on the coefficients:
TrB [ΦE(c)] =
(
Id
d
)⊗(N+1)
. (C3)
We denote the set of legal coefficients c satisfying Eq. (C3) as C(Ψk), which is determined by {Ψk}. Note that, due
to the linearity of Eq. (C3), C(Ψk) is a convex set.
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According to Eq. (25), (28), (C1), and (C2), one have
pE(c) =
∑
k∈K
ckηk(~λ), c ∈ C(Ψk)
fE(c) =
∑
k∈K
ckζk(~λ), c ∈ C(Ψk)
(C4)
where ~λ := (λ0,0, λ0,1, ..., λJ−1,L−1) is the eigenvalues of Ω or Ω′, and
ηk(~λ) := p(k) =
∑
i|ki>0
ki
(N + 1)
λki−1i Πj 6=i|kj>0λ
kj
j ,
ζk(~λ) := f(k) =
k1
(N + 1)
Πi|ki>0λ
ki
i .
(C5)
Here λ0i is set to be 1, even if λi = 0. Due to the degeneration of {λj,l}, for different k, the values of ηk(~λ) and ζk(~λ)
could be the same. The optimization value of F (N, δ,Ω) is determined by the 2-D region of (pE(c), fE(c)) with legal
c ∈ C(Ψk).
Our main idea to prove F (N, δ,Ω′) ≥ F (N, δ,Ω) is to show that the optimizing area of Ω′ belongs to the optimizing
area of Ω, that is, the point (pE(c), fE(c)) by coefficients c with Ω′ can always be achieved by the same coefficients c
with Ω.
First, for the strategy Ω′, all the value of (pE(c), fE(c)) with c ∈ C(Ψk) can be achieved even if we only consider
the symmetric Bell basis Ψk ∈ ΘS(Ψj,l, N). Since the symmetric bell basis terms {Ψk} naturally satisfy Eq. (C3), the
Bell-coefficients {ck} can then be chosen freely, without any extra requirements than non-negative and normalization.
On the other hand, due to the degeneracy of eigenvalues, i.e., λ˜j ∈ λ(S0(Ω)), all the values of ηk(~λ) and ζk(~λ) can be
realized by the symmetric Bell basis set ΘS(Ψj,l, N).
Second, for each symmetric Bell strategy {ck} of Ω′, one can realize it on Ω with the same value of (pE(c), fE(c)).
Note that the feasible coefficients region C(Ψk) for Ω and Ω
′ are the same. Moreover, all the values of ηk(~λ) and
ζk(~λ) for the symmetric Bell basis are the same.
