The great development obtained with digital communication system depends on the improvement of the amount and security of transmitting information, the secrecy of data transmitted becomes a main subject for the researcher. Cryptography and Steganography play a major role for secured data transfer. In this research, the cryptography and steganography method was proposed for information security. In cryptography, the encrypted message was obtained by XOR the secret message with QR code. While, in Steganography the encrypted message was embedded inside cover image using LSB technique. The new approach in this research is use of the QR technique as well as the encrypted message was hidden in places selected using the bat algorithm. Secret message with different sizes was tested with many cover imagesto verify the efficiency of the proposed method. In the end, to measure the quality of cover image after the process of embedding, a group of standard parameters has adopted. The results of parameters showed the proposed method hasthe highest security and integrity.
Steganography
With the growing of demand of data transmission especially for internet application, the factor of security has been a rise for the transmitted information, which consider the important factor for internet application. The techniques of cryptography are created for the information security, several techniques and methods are developed to encrypt and decrypt the transmitted information to maintain the security of messages.
Unfortunately it is sometimes not enough to keep the contents of a message secret. The process of
Hiding the information inside the image and text called steganography [3] . Hazim .N
Encryption and Decryption
The process of encoding transmitted information from its original format to another format is called encryption, this process is carried out to prevent any unauthorized person from reading the message.
Many encryption algorithms are used in the encryption scheme to encryptthe message or transmitted information, turning it into ciphered text (ibid). this is usually carried out using an encryption key, which explain how the data is to be to randomly produce keys [6] .
QR Code
The most common type of scanned code used at checkouts around the area of the country holdsa limited amount of information, on the contrary; barcode can hold a huge amount of information and one type of the barcode is QR code which has great response. As a reference to the speed at which the large amounts of information they contain can be decoded by scanners, the QR stands for quick Error correction [7] . problem. In between the n Bats in the population, the best of current solution x * found so far can be archived through the iterative search process [8] .
Bat Algorithm
The mathematical equations for updating the velocities v t i and locations x t i depended on the main paper by Yang [9] can be written as:
Where β∈ [0, 1] is a random vector derived from a uniform distribution.
In addition to, the pulse emission rates and loudness can be diverse during the iterations.
Simplicity, the next equations can be used for varying the pulse emission rates and loudness [10] : Firstly, enter the text message and choose four random numbers for RSA encryption. Next, take four pictures: one is cover image and another is secret image. In the process of embedding, we split RGB image into three planes: Red, Green and Blue.
In this work, embed multiple color secret images into a single cover image for providing security.
Finally, encrypted text message is hidden in an embedded picture using the least significant bit (LSB) [14] . All the above methods are reviewed and a new method is proposed in this research for secret data communication by integrating the encryption text file with steganography technique.
Encrypted text file will be produced by XOR the original text file with QR code then embedding using LSB technique.
Proposed Method
Sometimes hiding a file inside an image can be exposed to many threats that pose arisk to the files to be hidden. In order to preserve the confidentiality of this information and prevent it from being exposed to any threat that may lead to its disclosure, a new method has been proposed in this search is the XOR secret message with QR code to configure an encrypted message and then embedded it in a cover image to get a stego image.
Embedded the encrypted message in the cover image by LSB technology while hiding places is chosen by the bat algorithm through which the best places to hide are selected. The proposed method encompasses an encoding process at the sender and a decoding process at the receiver. Figure (2) shows the process of the proposed method. 
Output: Stego Image
Step1: Generate QR code.
Step2: Load secretmessage.
Step3: Convert QR code and secret message into a matrix.
Step4: XOR of resultant matrix from step3 to obtain the encrypted message.
Step5: Select cover image.
Step6: Extract the best point of applying bat algorithm.
Step7: Embedding encrypted message by LSB to get the stego image.
Extraction Process algorithm
The algorithm for decrypted and the extraction process is as follows: Step1: Load Stego Image.
Step2: Extract best point in the stego image by applying bat algorithm.
Step3: Extract the encrypted message using LSB.
Step4: Result from step3 will be encrypted message and cover image.
Step5: XOR again to get the decrypted message.
Experimental Results
In the proposed system the advantages of Steganography and the power of QR code are combined to improve data security. In this system, the encrypted message in this system is obtained through the XOR original message with QR code.
After that, the encrypted message embedded in the BMP cover image using LSB. The algorithm has been tested through different samples of image with different sizes, while the text message sizes ranged from (400-1000 byte). QR code was generated by [15] 
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Standard parameters used to test the quality of the extracted cover image by measure the similarity between the cover image and the extracted one. Table 2 illustrates the results of MSE, PSNR and NC with different size of the cover image and text file [1] . Table 2 : Results MSE, PSNR and NC
NC=
Conclusion
Cryptography and Steganography are the two main parts in information security. In this paper, a new method is proposed for data security using two phases cryptography and steganography. In cryptography, the encrypted message was produced by XOR the secret message with QR code. While, insteganography the embedded process was achieved by using LSB technique and the embedded location is chosen by applying bats algorithm on the cover image. Many standards are applied to prove the quality of the proposed method. As the result,experimental results showed that this proposed method delivers good performance in regards to invisibility and robustness.
