I. INTRODUCTION

A. Overview
O VER the past decade, underwater acoustic networks (UANs) have attracted the attention of researchers, engineers, and practitioners, as they enable a wide range of applications, such as oceanographic data collection, offshore exploration, tactical surveillance, pollution and noise monitoring, disaster prevention, and assisted navigation [1] , [2] . These networks face various challenges due to the unique and harsh characteristics of the propagation of underwater acoustic waves [3] - [5] . In applications as the Internet of Underwater Things (IoUT), data are usually distributed across a high number of nodes, whereas a single node (sink) is used for data collection, fusion, and processing [6] . The efficiency of an IoUT system in mission-critical applications relies on the robustness of the communication algorithms and protocols that control the components of such a system. To maximize the achievable throughput of such a network, one of the major challenges is the design of a secure, robust, and scalable medium access control (MAC) and an error control (EC) strategy. These solutions need, in fact, to guarantee low channel access delay, low energy consumption, and fairness among competing and/or collaborating nodes in the face of the harsh characteristics of the underwater acoustic propagation medium [7] - [10] .
B. Motivation
Terrestrial and conventional MAC/link-layer communication techniques fail to provide the required robustness and reliability for futuristic applications due to the characteristics of the underwater acoustic channel [3] , [11] . Direct-sequence spread spectrum CDMA (DSSS-CDMA) is a promising physical-layer and multiple-access technique for UANs because: first, it is inherently robust to frequency-selective fading; second, it compensates for the effect of multipath at the receiver by using filters that can collect the transmitted energy spread over multiple paths; and third, it allows receivers to distinguish among signals simultaneously transmitted in the same frequency band by multiple devices [12] - [14] . The use of an efficient CDMA scheme, supporting an adaptive EC strategy such as hybrid automatic repeat request (HARQ), has the potential to increase channel reuse and reduce the number of packet retransmissions, thus increasing network reliability and achievable throughput, while decreasing the network energy consumption. However, since the number of retransmissions is limited in the practical truncated ARQ/HARQ EC strategies, the receiver might start dropping packets, thus significantly limiting the capability of delivering data in the network. communication links piggybacks on its neighboring nodes' transmissions when protecting its data against errors, to increase the system throughput. We propose a solution to achieve the following objectives: 1) high network reliability and throughput by allocating an appropriate share of system resources to different nodes; 2) latency problem alleviation caused by the conventional HARQ retransmission strategy; 3) simultaneous transmission on the available bandwidth via easily and locally generated CDMA chaotic codes using a secret seed with a flexible and large family size; 4) low energy consumption via efficient output power allocation. Data collected using the Centre for Maritime Research and Experimentation (CMRE), La Spezia, Italy, LOON testbed [15] were investigated to validate the proposed method. This testbed is hosted in the Gulf of La Spezia, Italy, close to the CMRE premises and it is characterized by shallow-water communications (occurring at a maximum depth of 15 m), which may be heavily affected by multipath. Our solution was able to find dynamically the optimal tradeoff among these four objectives according to the application requirements. To evaluate the protocol performance under different conditions, additional data was then collected in a deep-water scenario during the REP18-Atlantic sea trial. This trial was organized by CMRE, the Portuguese Navy (PRT-N), and the Faculty of Engineering of the University of Porto (FEUP) in Portuguese water, between Sines and Sesimbra, in September 2018.
D. Article Organization
The remainder of this paper is organized as follows. In Section II, we present a summary of the prior work on different acoustic data transmission techniques in the underwater environment, and CDMA is discussed as a candidate for the UANs. In Section III, we define the required parameters for the proposed solution, and then present the proposed collaborative hybrid ARQ solution to achieve reliable communications in underwater CDMA networks. Then, in Section IV, we provide experimental and simulation results along with observations based on data collected via the CMRE LOON testbed and during the REP18-Atlantic sea trial. Finally, in Section V, we conclude this paper and provide insights into our future plan.
II. RELATED WORK
A conventional ARQ, as a feedback-assistant EC technique, requests a retransmission for the erroneously received data packet. When the error is detectable, the packet is discarded until the same packet is successfully received in the next round. Retransmission is an appropriate solution to achieve a certain level of reliability in the underwater channel, specially when the forward error correction (FEC) schemes are not able to correct the burst errors alone. On the other hand, because of the long propagation delay in underwater channels, the performance drops significantly since a technique such as stop&wait and other similar ARQ techniques fail to provide a reasonable throughput.
Furthermore, having a feedback link might not be feasible in some practical systems or might be erroneous if it is available. Therefore, to reduce the number of retransmissions and to increase the system reliability under poor channel conditions, a powerful FEC code should be used, which makes the decoding hard to implement [16, Ch. 22] .
In practical experiments-when usually the channel is error prone and therefore unreliable-multiple rounds of retransmissions should be performed to deliver the intended data; consequently, a huge amount of time is wasted given the long propagation delay in the underwater channel. Therefore, a proper combination of the ARQ and FEC is required in an efficient scheme to overcome the above-mentioned problems. This combination of ARQ and FEC leads to a hybrid approach, i.e., HARQ, which reduces the number of packet retransmissions and increases the system reliability, specially under poor channel conditions. If the data is not decodable, the receiver sends back a negative acknowledgment (NACK) to the transmitter and asks for additional/duplicated FEC, which eventually increases the probability of successful transmission [17] . However, if the channel is very noisy, even using multiple retransmissions may not work. In the truncated ARQ/HARQ, the number of retransmissions is limited. Therefore, the receiver might drop the data, which detrimentally affects the throughput of the network.
A type-I HARQ discards the erroneous received packet after a failed attempt to correct it, then the transmitter repeats the same packet until the error is corrected. This method might be inefficient in a time-varying underwater acoustic channel. When the channel is in good condition, i.e., retransmission is not required, FEC information is more than it requires and so the throughput drops. On the other hand, if the channel is not in good condition, e.g., when in deep fade, the predefined FEC might not be adequate and the throughput drops again because of multiple retransmissions [18] .
A type-II HARQ requires a larger buffer size and has a higher complexity and efficiency compared to type-I. It adapts itself with the channel in such a way that it first transmits the packet along with the error detection bits-similar to one of the ARQ schemes-when the channel is good. While the channel becomes worse and after detecting the erroneous packet, a NACK message is sent back and-rather than retransmitting the same packet as type-I does-FEC is transmitted to help decode the stored packet in the receiver's buffer. If the error persists, the second NACK is issued and the same FEC might be retransmitted or extra FEC might be added depending on the coding strategy. Incremental redundancy (IR) HARQ, which shows a higher throughput efficiency in terrestrial time-varying channels, adds extra redundant information in each round of retransmission after receiving the NACK message [17] . Terrestrial standards, such as in high speed packet access (HSPA) and long-term evolution (LTE), have exploited HARQ synchronously for the uplink and asynchronously in the downlink direction. Pedersen et al. [19] discuss the requirements for designing a user-centric and network-optimized HARQ for the fifth generation (5G) of mobile communications. Given the necessity of supporting futuristic applications, such as in IoUT, we believe that a new design for HARQ is essential.
Using numerical simulations, Ahmed and Stojanovic [20] used the random linear packet coding to control the packet loss in a hierarchical definition of packets in the stop&wait ARQ protocol for the channels with a long propagation delay. In [21] , Casari et al. applied fountain codes to HARQ in underwater networks to reduce retransmissions and achieve optimal broadcasting policies. An adaptive coding approach based on the IR-HARQ was proposed in [22] to improve the packet error rate in a time-slotted UAN. In [23] , we proposed a scheme based on HARQ that exploits the diversity gain offered by independent links of an underwater acoustic multiple-input multiple-output (MIMO) channel. A large number of papers can be found in the literature that investigate the efficiency of point-to-point HARQ, especially in the terrestrial environment.
Various works have been proposed addressing separately CDMA and HARQ for UANs. Stojanovic and Freitag [13] discuss DSSS CDMA as a candidate MAC for mobile UANs in which multiple nodes connect to a central receiver. A distributed single-carrier CDMA underwater MAC was proposed in [12] , which aims at achieving high network throughput, low channel access delay, and low energy consumption. Although pseudonoise (PN) codes have been extensively employed in spread spectrum communication systems, considering their limitation in the number of different PN sequences and their cross-correlation properties, Heidari-Bateni and McGillem [24] proposed the use of chaotic sequences in DSSS communications. These sequences can be generated through an uncomplicated deterministic map. Moreover, since chaotic systems are extremely dependent on the initial conditions, they can produce an infinite set of orthogonal uncorrelated sequences. One widely studied chaotic set that has been employed for underwater communications [25] is generated based on the Logistic map. This map is able to produce a variety of distinct sequences for different users, by just changing the initial states and/or its bifurcation parameter. The proposed algorithm in [12] uses locally generated chaotic codes to spread transmitted signals on the available bandwidth, which guarantees secure protection against eavesdropping (as packets can only be decoded with the proper chaotic code, which depends on the secret initial conditions/seed), transmitter-receiver self-synchronization, and good auto-and cross-correlation properties [26] .
III. PROBLEM DEFINITION AND PROPOSED SOLUTION
A. Problem Definition
While HARQ is a reliable EC solution based on packet retransmission, in practical scenarios and in the truncated HARQ, the number of retransmissions is limited. Therefore, if the underwater channel quality cannot be guaranteed, then multiple retransmissions may be not sufficient to correctly deliver the intended data, thus detrimentally affecting the reliability and the total throughput of the network. The problem gets worse when the interference from other users is involved in the performance. Therefore, a solution should be provided especially for multiuser UANs. CDMA is a promising technique for UANs since it can provide the required robustness and security of lowdata-rate communications in multiuser scenarios in which all the nodes can overlap at the same time and at the same frequency band-despite the limited bandwidth-without any interference. Although M-sequences are popular in many CDMA systems, their cross-correlation shows some partial correlation for larger length of sequences in the multipath channels [24] . Moreover, the number of users that can be supported is limited by a sequence, which is a serious restriction for IoUT scenarios. We use chaotic sequences in CDMA to increase the security in the communications. Albeit deterministic, chaotic codes look like noise, similarly to PN sequences; however, they are different for every bit of transmitted data. Hence, it is much harder for an eavesdropper, i.e., an unauthorized node outside of the neighborhood without the knowledge of the used codes (seed plus generating map), to regenerate the sequences and extract the data. This property allows us to have authorized nodes collaborating in a more secure way in the defined scenario and to also guarantee the service to a large number of users. Nodes that need to exchange data have to share the same family/seed of the code, with the chaotic codes generated in a deterministic way once the family/seed is known. This concept of sharing the same family/seed of the code is similar to the sharing of an encryption key in the context of symmetric cryptography. Before deploying the network, nodes are assigned a key or set of keys to talk to the other nodes. Nodes sharing the same key can read each other's data. The use of more keys enables to create different cluster of nodes capable of sharing data. Different keys can be also used for different nodes or type of messages, e.g., some message may have higher priority or classification level and need to be shared with (or handled by) a reduced number of nodes so a specific key has to be used. Not only chaotic sequences provide the security in the channel, but they also show a considerable robustness against the multipath effect due to their good auto-and cross-correlation functions. Yet, CDMA requires to optimize the transmit power and spreading code length to limit the near-far problem and maximize the system throughout.
B. Proposed Architecture
C. CDMA-Based Collaborative HARQ
The proposed collaborative HARQ for data protection, combined with a CDMA (using chaotic codes) for secure and interference-free transmissions, relies on a closed-loop strategy based on measurements sent back by the receivers. This is to avoid relying on the unrealistic symmetric-link assumption, which does not usually hold in the underwater environment. Each receiver periodically collects information on the channel state. This information is then provided to the neighbors by transmitting short ACK/NACK messages.
For each neighborhood, the error probability on the decoded sequencex i for the transmitted codeword x i from node T i can be upper bounded using the Bhattacharyya bound [17] , [27] as
, where h is the Hamming distance and B i is the Bhattacharyya parameter (BP) in a noisy channel. Here, we assume that the channel does not change during one transmission round. This parameter is defined for every transmitted bit x and received bit y as B = y∈Ω Pr(y|x = 0) Pr(y|x = 1). Here, Ω stands for the output alphabet and Pr(y|x = 0) and Pr(y|x = 1) are transition probabilities, ∀y ∈ Ω. This parameter is considered as a channel reliability metric as it is an upper bound on the probability of error in a typical maximumlikelihood (ML) detection problem, where larger BP values suggest channel unreliability and vice versa. The unionBhattacharyya bound [17] can be calculated for each channel for node T i as
where P c e i denotes the codeword error probability of code c from family code C and A h represents the codewords with weight h . Data are encoded using a predefined mother code. Data and the first portion of parity bits are transmitted in the first round. If the receiver cannot decode the data, then a NACK will trigger the transmitter to send the second portion of parity bits in the next round, so that the receiver possibly can decode with the help of both portions. We transmit the coded data in while time-out codeword() do 5:
∀T i : Make the packets considering (1); HARQ block formation 6:
generate the chaotic code; solve problem in (6) considering (2) end while 32: end if (r T ) transmission rounds from the selected nodes based on Algorithm 1, which will be discussed later.
For each round of transmission (r), the error probability of the transmitted packet from node T i , in a DSSS-CDMA system, is upper bounded as [27] 
where P i is the transmitting power of T i , Q . is the Qfunction, J i is the total interference and noise experienced by T i , R ci = k/n is the coding rate of a code c(n, k), d i is the minimum Hamming distance (h i ), and SL i is the length of CDMA spreading code. Note that (2) implies that the transmitted power, amount of interference, rate, strength of channel coding, and the processing gain of CDMA system, all affect the probability of error.
The maximum achievable spectral efficiency achieved by each node in a neighboring area m at round r is
where W is the channel bandwidth, N 0 is the noise power spectral density (PSD), and g i is the channel gain. The transmit power is controlled by P i and α i in each round of transmission. J m is the interference from other neighborhoods of m defined as
Note that
is the total interference that is undesirable from the CDMA perspective; however, we leverage the first term in our proposed HARQ to engage other nodes in the same neighborhood to collaborate in the process.
The other promising metric is the long-term throughput, which is defined based on the renewal reward theorem [28] as
defines the expectation of a random variable, E[X] = X 1 − Pr out is the number of decoded information nats, i.e., natural information unit. Pr out can be defined as the probability that the data have not been decoded after (r) rounds. E[T ] is the number of attempts for channel use during a packet transmission period. We decrease Pr out via node collaboration and by adjusting the corresponding parameters so as to improve the network long-term throughput. The probability of decoding in round (r) given that the data have not been decoded in the previous (r − 1) rounds is equivalent to Pr NACK 1 , ..., NACK r−1 , ACK r . In our proposed method, when an impaired node gets its first NACK, we prevent getting more NACKs via the help of the collaborating nodes. Therefore, the average number of transmissions after (r T ) rounds for an impaired node i can be calculated as
where q is the probability of collaboration and κ is the collaborating node.
D. Total Rate Maximization
In a multinode system, in which nodes are influenced by each others' activities and affected by the collaborators' coding scheme, those-which are involved in throughput and rateshould be selected in an optimal way. These parameters can be discussed under two major constraints as follows.
1) Signal-to-Interference-Noise-Ratio (SINR) Constraint: To find the constraint for the multiuser interference in a CDMA system, we should reassure that a minimum required SINR and so the minimum error rate is satisfied at the receiver. This parameter-as a popular metric for the quality of service-is a factor of processing gain, coding gain, and the signal power to interference ratio. Processing gain in CDMA represents the gain that is obtained by expanding the bandwidth of the signal and is shown by the spreading length [27] . Performance of the channel coding is decided by its coding gain and the minimum hamming distance.
2) Power Constraint: When we amplify the transmit power, the received SNR will be improved; however, it causes more interference to the other nodes. We try to regulate the transmit power and to reduce the interference to the other neighborhoods by a power control strategy. The peak transmitting power of each node in every neighborhood should be bounded to a predefined maximum power P max , i.e., P i ∈ [0, P max ]. As a result of the interference, SINR, and channel impairment, a power control coefficient α i is decided in each round that matches the HARQ procedure.
3) General Optimization Problem: To maximize the total rate and satisfy the performance and power constraints, we cast an optimization problem to find the optimum parameter
s.t. SINR constraint:γ i (r) = 2SL i dB
Power constraints:
where γ i (r), in dB, is the received SINR from T i at round r,
j=1,j =i α j P j g j , and γ min is the minimum SINR, which is proportional to the probability of error in HARQ and determines the level of performance. P th guarantees that the total received power in m does not affect other neighborhoods.
Let Ψ = [ψ 1 , ..., ψ L ] be the vector of Lagrange multipliers and L = 2N m + 2 be the number of constraints. We form the Lagrangian function as
where each g l (Θ) and b l are determined by each constraint such Fig. 2 . Proposed protocol showing the interaction of the node with impaired channel and a neighbor. Without using this protocol (left-hand side of the figure), node i would keep sending IR and the packet would drop after four rounds, whereas using our collaborative CDMA-based method (right-hand side of the figure), two rounds are sufficient for delivering the data; therefore, it reduces the end-to-end delay and increases the total throughput. The nodes decide how many bits to select, i.e., data rate, spreading parameters, and transmission power navigating various tradeoffs collaboratively with the other active nodes in the neighborhood. 
To find the optimum values, using the Kuhn-Tucker condition, Θ L(Θ, Ψ) = 0 should be solved. There are L complementary equations that should be held as
The feasible results of these equations determine the optimum parameter that results in maximum spectral efficiency. A numerical solution is presented in Section IV for this problem based on the experimental data collection. Fig. 2 visualizes the procedure for two sender nodes, one with an impaired channel (node i) and the other with a good channel (node j), as an example. The HARQ protocol at node i decides on the bits to send in each round. If a NACK is received, the next portion of redundant bits will be transmitted. However, in our proposed algorithm, the impaired node is switched OFF after the first NACK arrives in round 1. The collaborating neighbor j overhears the impaired node, stores its data, and transmits it in round 2. Algorithm 1 reports the pseudocode executed by sender nodes in a neighborhood N m . For the neighbor discovery algorithm, an approach similar to the one used by the DIVE protocol [29] can be employed. DIVE has a built-in mechanism to cope with unreliable channels. This approach can also be extended to share relevant link quality information when the network is deployed, thus supporting the cooperative strategy. This information can then be updated over time by piggybacking on regular data packets.
Data packets in the forward channel should be acknowledged successfully without error in the feedback transmission. The assumption of error-free feedback reception is not unreasonable since the length of this message is very short and therefore it can be protected by a strong channel coding technique. However, in a situation in which the ACK/NACK is lost, the timer expires to setup the retransmission process. In the conventional scheme, if T i does not receive the ACK before a timeout expires, it will keep transmitting extra information in the next packets under the HARQ policy considering the previous channel state. However, in the proposed scheme, because of the collaboration among the nodes (i.e., Tĉ), the probability of reception is increased by leveraging the statistical independence of the channels (i.e., channel diversity).
IV. PERFORMANCE EVALUATION
In this section, we provide the performance results when using data collected from the CMRE LOON testbed (see Section IV-A) and during the REP18-Atlantic sea trial (see Section IV-B).
A. CMRE LOON Testbed 1) Testbed:
The geographic configuration of the CMRE LOON testbed is depicted in Fig. 3(a) for underwater communications and networking. It consists of four bottom-mounted tripods (M1-M4) installed at a depth of about 10 m. Each tripod is equipped with heterogeneous communications technologies and sensors, and it is cabled to a shore control station (C) providing data connection and power supply. The LOON tripods also support arbitrary waveform transmission/recording. Additionally, the LOON includes a high-definition acoustic data acquisition system (at frequencies above 1 kHz) from an array of hydrophones (H), a thermistor chain (TC), sound velocity sensors, an ADCP with waves measurement (A), and a meteorological station. These sensors are used to correlate the characteristics of the acoustic channel with the performance of the investigated protocols. The LOON therefore provides a comprehensive data set of environmental, acoustic, and packet measurements to study the communication processes at different communication layers.
2) Experiment Settings: A variety of scenarios can be considered in the shallow-water environment where the LOON is deployed to capture the system outputs. We considered a pointto-point transmission from node M4 to H for modeling the link of several rounds of transmissions. Packets are transmitted using baseband binary phase-shift keying (BPSK) and quadrature phase-shift keying (QPSK) modulations over the passband channel 4-19 kHz by exploiting Reed-Solomon channel coding (7, 3) or (15, 9) . A logistic map is used to generate a chaotic spreading code with various lengths, i.e., SL = [10, 40] . As an example, we have measured the average signal-to-noise ratio (SNR) equal to 32.68 dB for a QPSK transmitted signal with SL = 22, and an average bit error rate (BER) of approximately 4.6365 × 10 −4 is achieved.
3) Simulation Settings: We focus on the collaboration among transmitting nodes and assume that ACK/NACK feedback links are free of errors. Algorithm 1 has however a mechanism with a timer to retransmit the data if a feedback is not received within the expected time. Nodes in the same neighborhood can overhear each other, whereas nodes in adjacent areas do not receive the data since the chaotic CDMA sequence protects from unauthorized overhearing. Simulation are conducted for a neighborhood of three nodes. We use the data collected using the LOON testbed to model a multiuser scenario, and then we optimize the parameters, as described in Section III. The computed values are passed through the channels extracted from the LOON in a closed-loop manner. We evaluate the system performance in MATLAB by considering the following metrics: SINR, long-term throughput (η), neighborhood efficiency rate, and effective rate per node. Fig. 3(b) shows the frequency spectrum of a sample received signal from the LOON while the spreading length and coding rate changes for two successive transmitted signals. In Fig. 4(I) and (II), two experiments with different settings are shown (for BPSK and QPSK scenarios, respectively). The PSD of the transmitted and received signals in passband and decoded baseband are plotted for comparison. Received SNR versus bandwidth, channel profile for the duration of the transmission, and scatter plot of the estimated symbols are provided. The transmitted signal parameters, BER, and SNR are also included in the figure. In Fig. 5(I) , the received SINR in a neighborhood of three nodes is presented to investigate the effect of multiuser interference. Fig. 5(I)-(a) presents the case where only one node in the area is transmitting. In this case, without interference, the received signal has a considerably better SINR. In Fig. 5(I)-(b) , the data transmission in the area is performed by three nodes, so there is a multiuser interference. Fig. 5(II)-(a) depicts the total efficient rate in a neighborhood of three nodes. The plot shows how the collaboration strategy handles channel impairments and distributes the traffic load in the neighborhood. As the result of collaboration, when there are fewer nodes to perform data transmission, multiuser interference drops and spectral efficiency improves. Fig. 5(II)-(b) presents the effective received rate per node. The plot shows that in the case where an impairment occurs in T 1 link, T 2 collaborates in data transmission. In Fig. 5(III) , long-term throughput for the proposed collaborative method is investigated. In Fig. 5(III)-(a) , η is plotted for different values of r T when none of the nodes experiences channel impairment. The plot confirms that power control can improve the long-term throughput. Finally, in Fig. 5(III)-(b) , collaborative HARQ is compared with the conventional method to confirm that collaboration improves long-term throughput under channel impairment. The figure also shows the positive effect of power control.
4) Results:
B. Sea Experiment 1) Experiment Setup:
Sea experiments were conducted during the REP18-Atlantic (recognized environmental picture) trial organized by CMRE, the PRT-N, and the FEUP. The trial took place from September 1 to 20, 2018, in the Atlantic Ocean off the coast of Portugal between Sines and Sesimbra. The area of operations is depicted in Fig. 6(a) . The scope of this exercise was to investigate, evaluate, and demonstrate novel technologies and solutions in the domain of underwater communications and networking, as well as aerial, surface, and underwater robotic solutions and autonomous strategies.
During the REP18-Atlantic sea trial, dedicated tests were conducted to investigate the use CDMA signals for underwater acoustic networking. These tests were scheduled in the night between September 8 and 9 making use of four CMRE assets. In the area of the experiment, a maximum depth of ∼ 130 m was experienced. Table I details about the deployed assets, whereas Fig. 6(b) displays about the nodes trajectories and distances during the conducted experiment. A source level of 184 dB re μPa@1m was considered at the transmitter, which is in line with that of many commercial acoustic modems currently available on the market.
2) Experiment Description: Two main scenarios were considered, i.e., single transmitter and simultaneous synchronized transmitters. Four nodes were deployed, as depicted in Fig. 6(b) . One node, named Carol, was equipped with reception capability. The remaining three nodes (i.e., Gateway, Lisa, and Manta/Ship) were instead provided with both transmission and reception capabilities. Multiple signals were transmitted and received during the conducted experiments. The usable bandwidth was between 7 and 16 kHz and the receivers were able to record the sound with the rate of 64 kHz. The modulation methods were BPSK and QPSK. A chaotic DS-CDMA sequence with logistic and Bernoulli maps were created with the spreading lengths of 10, 30, and 40. A Reed-Solomon channel coding was used with different strengths as (7, 3) , (15, 9) , (31, 19) , (31, 21) , (31, 23) , and (31, 25) .
3) Results: Fig. 7 shows the channel response at two sample receivers, i.e., Gateway at time 20:00 and 21:00 and Carol at time 20:00, whereas the Manta/Ship node was used as transmitter. In these figures, column (I) shows the frequency spectrum of a sample received signals through different receivers for a specific duration. As shown in these figures, the received signals, which are recorded at different receivers (and also at different times), experience various channels. The effect of the amplitude response of the channel is reflected in the PSD of the received signals, as shown in Fig. 7(II) . Fig. 7(III) presents the phase variations with respect to the frequency for these channels.
The experiments were performed for each setting with specific SNR. We scaled the data, applied power control, and added extra ambient noise at different noise levels to be able to present the performance in different SNRs for each experimented channel. Fig. 8(I)-(III) refer to the single node transmission scenario from the Gateway transmitter. In Fig. 8(I) , the BER for different spreading lengths for a BPSK signal is shown and confirmed that a higher spreading length leads to a lower BER. In Fig. 8(II) , the effect of coding rate on the performance was investigated. Changing the coding strength can improve the performance in high SNRs as shown in this figure. Fig. 8(III) shows the BER for a QPSK signal with a (15,9) coding and different spreading lengths. Fig. 9 (I)-(III) show the BER in multiple-node transmission scenario, where all the nodes (i.e., Gateway, Manta, and Lisa) were transmitting simultaneously different signals. Fig. 9(I) shows scenario (a) in which all the three channels have a good quality and so there is no channel impairment, whereas Fig. 9 (II) represents a scenario (b) in which the signal coming from Lisa does not experience a good channel; therefore, the network has one channel impairment. In this case, the conventional HARQ will fail to deliver the data from this channel even with multiple retransmissions. The proposed collaborative solution will solve this problem, as discussed in Fig. 10 . The other scenario, i.e., (c), is reported in Fig. 9(III) . This time two channel impairments are considered, both Lisa and Manta fail to deliver the data in the presence of a good channel from Gateway. Gateway will collaborate in our proposed solution to improve the total network efficiency, as reported in Fig. 10 . Efficient rate is shown in Fig. 10 (I) when all three channels are reliable as described in the scenario (a). Fig. 10(II) compares the efficient rate and the collaboration in the aforementioned scenarios. As an example, Gateway handles the Lisa's data in scenario (b) and the whole network's data in scenario (c). Fig. 10(III) compares the average number of transmissions in the collaborative HARQ with the conventional one for two cases: First, the receiver returns a NACK to Manta. Gateway then collaborates with Manta in transmitting the extra redundancy that leads to a reduction in the average number of retransmissions as a result of this collaboration; and second Lisa is impaired and Manta is involved in the collaboration. By comparing the cases, we conclude that Gateway was a better collaborator in a comparable situation.
To verify the energy efficiency of the proposed solution, we investigate the tradeoffs between the maximum rate, power, and CDMA spreading length in Figs. 11 and 12. We considered the experimental data from the channels of Lisa and Manta transmitters for a period of 100 s and plotted the offline results of the optimization for maximum rate, transmit power, and the optimal CDMA spreading length, since the experiment was open loop. The goal is to maximize the neighborhood data rate, which is shown in Fig. 11(I) . In Fig. 11(II) , the required power for each transmitter to reach this rate is plotted. This figure confirms the efficiency of power allocation since the transmitters transmit a fraction of the maximum power. Fig. 11(III) shows how the spreading length of these two transmitters adapts with the channel situation. Fig. 12 shows the case in which Lisa and Gateway are the transmitters. Here, Gateway's signal is dominant and the signal that comes from Lisa experiences a poor channel. Lisa has to use its maximum power to defeat the interference coming from the strong signal of Gateway; however, it conveys a very low data rate. On the other hand, Gateway keeps its transmitter at the minimum power while transmitting a great portion of data, as Fig. 13 . This long-term throughput simulation is illustrated for the feedback ACK/NACK messages under different assumptions. The case in which the impaired node does not collaborate, i.e., the conventional approach, is compared against the case in which collaboration occurs. The probability of collaboration with a neighbor is studied for 50% and also for certain collaborations. The case in which the qualities of the feedback channels to both impaired and collaborating nodes are similar is compared with the case when the collaborating node has a better quality.
in Fig. 12(I) and (II). Our solution here is to switch off the node related to the weaker link, as described in Section III. The other dominant node can handle the procedure with lower interference and better performance.
To evaluate the effect of errors in the feedback channel, a two-round HARQ simulation was investigated. Fig. 13 depicts the results in which two different assumptions were considered. First, we assumed that the qualities of feedback channel to both the impaired and collaborating nodes are similar in terms of probability of error. Second, we considered different probabilities of errors for those two feedback channels and simulated the long-term throughput for both cases. It is shown that the long-term throughput increases when the proposed algorithm is used.
V. CONCLUSION
We introduced a collaborative strategy for a CDMA-based underwater hybrid ARQ to increase the overall throughput of the network. Our solution leveraged both chaotic CDMA and HARQ properties to adjust the physical-and link-layer parameters and to compensate for the poor underwater acoustic communication links. System performance improvement and power control were considered, whereas the total throughput of the system was optimized. Experimental data were first collected in a shallow-water configuration using the CMRE LOON testbed and processed to extend the results to other nodes via simulation. Additional data were then collected in a deeper water scenario during the REP18-Atlantic sea trial organized by CMRE, the PRT-N, and the FEUP to achieve a meaningful comparison under different conditions. As the future work, we plan to implement our solution on a larger underwater network with heterogeneous nodes to manage a higher volume of data and to analyze the scalability of the solution.
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