noticed and researched nowadays. These new type of networks have unique characteristics. WSNs have different limitations such as computational power, storage capacity, energy source and etc. The main constraint of wireless sensor networks is energy. The energy source of sensor nodes is limited and not rechargeable. Therefore, optimizing consumption of energy is essential for WSNs protocols. Hypercube topology is very popular in distributed environments. In last few years, many different topology specific routing algorithms have been designed for wireless sensor networks, but to the best of our knowledge, none of them consider Hypercube as their topology. In this paper, different routing algorithms are proposed for WSN with Hypercube topology. The performance of all proposed routing algorithms is evaluated, and the best algorithm which can provide more fairness is introduced. Simulation results which are represented in last section of this paper are the base of our conclusions. The main goal of this paper is to find a fair energy aware routing algorithm for wireless sensor network connected as Hypercube.
INTRODUCTION
In recent years, many researches have been done on Wireless Sensor Networks. These networks are very popular nowadays. Sensor network is composed of hundreds or thousands of nodes which have sensors to sense their environment. These networks have unique characteristics which make them different rather than other networks. A sensor node may have different sensors which cooperatively monitor physical or environmental conditions, such as temperature, sound, vibration, pressure, motion or pollutants, at different locations. The sensor nodes collect data from their environment and then send them to one or more main nodes which are called sink. The sink node collects data from other sensor nodes and processes them. Sensor nodes transmit data in ad hoc manner. In ad hoc networks, nodes are responsible to find a best path to forward data to the sink [1, 2] .
WSNs have many different applications. They are used in commercial, industrial and civilian applications including environment and habitat monitoring, healthcare applications, home automation, traffic control and monitoring, object tracking and fire detection. Each node in a WSN is typically equipped with one or more sensors, a wireless communications device, a processor, and an energy source, usually a battery. Design and deployment of sensor networks are highly depended on their application [5] . In battle field, wireless sensor network topology is dynamic because nodes may drop or move for various reasons. But in environments such as city traffic system and life monitoring systems, network topology is almost static and does not change in its lifetime. With respect to points mentioned before, protocols which are designed for wireless sensor networks with dynamic topology are different from protocols which are designed for static one. The protocols of wireless sensor networks should be designed based on their unique and different characteristics [8, 17] .
Wireless sensor networks have unique characteristics rather than other networks. Sensor nodes have many constraints such as computational power, storage capacity, communication range, and limited energy source. Of course, the main constraint is energy source. Energy source which is dedicated to sensor nodes is limited and in most of applications, it is not rechargeable. Energy determines the network lifetime. A wireless sensor network can perform its tasks while its nodes have enough energy. Therefore, if energy consumption is reduced the network lifetime will be prolonged. Prolonging network lifetime leads to using network advantages longer.
Nodes energy is consumed for two main purposes. First, for computations performed in node and second, for node communications which are performed with its neighbors. Communication is the most important factor in node energy consumption. Protocols which are implemented in nodes manage their functions. Because of success of layered model in traditional networks, this model is used for wireless sensor networks too. Each layer uses different protocols to perform its tasks. With respect to points that mentioned before, using energy aware protocols which consider energy in their decision making, can decrease wireless sensor network energy consumption [3, 4] . Fairness in energy consumption of sensor nodes has direct affect on the network energy consumption. In WSN all sensor nodes are responsible to forward their local and transient data toward sink node. Therefore, if a node is frequently used by the other nodes for data forwarding, it will lose its energy and will die sooner than the other nodes. The dead nodes lead to wireless sensor network partitioning. When a network is partitioned, its energy consumption will be increased seriously. By using fair routing protocols which provide fairness in energy consumption, the network lifetime will be increased. Routing in wireless sensor networks is different from routing in traditional networks because of their unique characteristics. Different routing algorithms have been designed for wireless sensor networks. Algorithms given in [9, 10] are principal routing algorithms in wireless sensor networks. As mentioned before, energy consumption is the most important factor for routing algorithms of WSNs. Different energy aware routing algorithms have been designed for wireless sensor networks. In [11, 12] optimal energy consumption is the most important objective. These algorithms do not consider network topology. As discussed in [9] , in different applications if topology is determined, more efficient protocols can be designed. Network dynamics is one of the most important challenges for designing routing protocol for wireless sensor networks. Many applications such as city traffic management, health monitoring systems and security systems, have almost static topology. In these networks by participating topology in designing routing algorithm, more efficient algorithms are achievable. Many researches are conducted on node deployment in wireless sensor networks. This area is still active in wireless sensor networks [13, 14] . In [16, 18] different Grid topology have been proposed for WSNs, but their objectives are different. The main objective of [16] is maximum coverage and that of [18] is minimum energy consumption.
In last few years, many different routing algorithms have been designed for wireless sensor networks, but to the best of our knowledge, none of them considers Hypercube as their topology. In this paper, different routing algorithms for WSN with Hypercube topology are discussed. Using Hypercube has different advantages for a wireless sensor network. Designing a routing protocol for a network with determined topology is more efficient. In static topology, the position of nodes and their relations are determined. It is clear that the Hypercube topology is not suitable for all WSN's applications. In some specific applications such as traffic management, health monitoring, and security we can use Hypercube topology. These environments have static topology which using Hypercube topology is very efficient [7] .
The reminder of this paper is organized as follow. In section 2, Hypercube topology is discussed. In section 3 the similar characteristics of some routing algorithms including Random, Round Robin, Forward Edge, Probabilistic algorithm and algorithms that make decision based on their neighbors' energy are discussed. In section 4, by using computer simulation the performance of mentioned routing algorithms is evaluated. Finally we conclude the paper in section 5.
II. HYPERCUBE TOPOLOGY
Hypercube topology is popular in distributed systems. In this paper we consider 3-dimensional hypercube. In this topology, the nodes positions are pre determined. All nodes except border one have six neighbors. Border nodes depended on their positions may have 5, 4 and 3 neighbors. A Hypercube topology with eight nodes is depicted in fig.1 [6] . Wireless sensor network with hypercube topology is considered as a graph G=(V,E), where V is the set of all sensors and E is the set of all edges between pairs of sensors. If two nodes are located in their transmission range, an edge is considered between them. As we mentioned earlier, network nodes collect data and forward them to the sink using one of the existing routes. In Hypercube topology, there are many different routes between each source and the sink. Routing algorithm should select one of the mentioned routes to transmit traffic. There are two different Hypercube topologies for wireless sensor networks. First, all the nodes in the Hypercube have a sensor node while in the second topology, many of nodes in Hypercube have a sensor node and others don't have. Second topology is more complicated and less applicable. In this paper the first topology is considered.
In Hypercube topology, each node (i,j,k) has at most six neighbors which are:
and (i,j,k+1). Border nodes may have 3, 4 and 5 neighbors. Neighbors (i-1,j,k),(i,j,k-1), (i,j-1,k) have shorter distance to sink rather than the others, and neighbors (i+1,j,k), (,j+1,k), (i,j,k+1) have longer distance. All routing algorithms in wireless sensor networks which are discussed in this paper use neighbors that have shorter distance to the sink. Therefore their energy consumption is minimized. But routing algorithms which do not consider energy constraint may use all the neighbors depended on their objectives. The main goal of this paper is to find a fair energy aware routing algorithm for wireless sensor network connected as Hypercube topology.
III. SIMILAR CHARACTERISTICS OF ALL THE ALGORITHMS
The main task of routing algorithms which are discussed in this paper is to find the best route between source and the sink. All routing algorithm use hop by hop routing strategy. In hop by hop routing strategy, each sensor node only selects its next hop neighbor. In this case, the neighbors which have shorter distance to sink node may be selected as the next hop. Therefore energy consumption of all algorithms is the same. Each algorithm tries to provide fairness as much as possible. To provide fairness in routing process, routing algorithm must select different routes between sender and the sink as much as possible. In the following subsections, we will explain different routing algorithm proposed for WSNs.
A. The Random algorithm
Random algorithm selects routes randomly. A route between source and sink node is established randomly. As discussed above, routing is performed hop by hop. It means that, when a node receives a packet, depended on its routing algorithm, one of its neighbors is selected as the next hop. This process is continued until the packet is arrived to the sink. To select next hop, Random algorithm uses a random function. Random function selects one of the candidate neighbors as the next hop randomly. Candidate neighbors are the neighbors that have shorter distance to the sink rather than sender node. There is no complicated decision making in random function and selection is done simply.
B. The Round Robin algorithm
The number of candidate neighbors is depended on the sender position. In Hypercube topology, each node has at least one and at most three candidate neighbors. A node which located in the center of Hypercube has six neighbors; however three of them can be selected as candidate neighbors. The nodes which are located in the same axis by sink have only one candidate neighbor. In Round Robin algorithm, sender node selects its next hop alternatively. In other words, if a node has three candidate neighbors, every three rounds, all candidate nodes will be selected as the next hop once.
C. The Probabilistic algorithm
Probabilistic algorithm makes decision based on the number of neighbors. This algorithm selects its next hop from its candidate neighbors based on a selection probability which is calculated using number of candidate neighbors. A node selects a candidate neighbor with higher probability, if it has higher number of candidate neighbors. For example, if a node has three candidate neighbors and another node has only one candidate neighbor, selection probability of the first node will be three times of the second node.
D. The Edge algorithm
This algorithm forwards data from source to destination using the edges of Hypercube. Consider a Hypercube that two opposite nodes of its main diameter are source and sink nodes. Edge algorithm uses border nodes for transmitting data toward sink node. This algorithm uses Hypercube topology structure. There are six different routes between each node and the sink which are:
determines axis that a packet should traverse while it reaches to the sink. Selection between these possible routes is performed alternatively. In other words, in each six rounds each route is selected one time.
E. The VarEdge algorithm
This algorithm is similar to Edge algorithm. When we simulate algorithm in VarEdge condition, there is multiple sinks with different positions; but in Edge simulation, for all of the experiments there is only one sink with constant position. Sink position is a very important factor for Edge algorithm; therefore we consider these two modes for our experiments.
F. The Algorithms make decision based on their neighbor
energy Algorithms which were discussed in previous sections do not consider the remaining energy of neighbor nodes. In this section some algorithms that make decision based on the remaining energy of neighbor nodes are discussed. In the first step, the algorithm that only considers the remaining energy of its neighbor is discussed. This algorithm selects neighbor that has highest remaining energy as its next hop. It is observable that, the mentioned algorithm provides fairness using energy as the most important factor. If a node is used more, its energy will be depleted sooner; this node will be used fewer in the future. There is another solution for this challenge. We can use a counter in each node. If a node transmits a packet, its counter will be added by one. By using this method, counter represents the number of packets that a node has transmitted. When a node decides to chose its next hop, it should select a neighbor with lowest value of counter. Lower value of counter means that node has been used less. It is important to note that, the main goal of these algorithms is to provide fairness in consuming nodes energy.
Another algorithm which is discussed here uses two hop neighbors for decision making about its next hop. In this algorithm, when a node wants to determine its next hop, it also considers the energy of its candidate neighbors. Mentioned algorithm considers all of the states for its two hop neighbors. For example, if a node has three candidate neighbors and each of them has two candidate neighbors, there are six different states. For each of these states, the sum of remained energy of first and second hop neighbors is calculated. In fig.2 an example is depicted. Triangle, Square and Diamond nodes are the first hop candidate neighbors of Circle node; each of them has two candidate neighbors. Totally there are six different states for Circle node. 
G. The Congestion Aware algorithm
In this section, a congestion aware algorithm will be discussed. This algorithm considers its neighbors queue length for decision making. Each network node has a queue for storing arrival packets. In this algorithm, when a packet arrives to a node, candidate neighbor with shortest queue length will be selected for next hop. Using this algorithm packet loss should be decreased, because algorithm selects candidate neighbor with longest free space queue.
IV. SIMULATION RESULTS
In this section, routing algorithms which were explained in sections 3 are evaluated. Two different Hypercube topologies are considered which are a 5-5-5 Hypercube, and a 5-15-15 Hypercube. Events are randomly occurred in network boundaries.
We use deviation for comparing fairness of different routing algorithms. Deviation is calculated as below:
In (1) Average and Node'sEnergy represent the average energy consumption of network nodes and the node's energy respectively. Using (1), deviation is calculated for each network node. We use sum of deviations which are calculated for all network nodes as the evaluation metric. In fig.3 to evaluate the fairness of each algorithm, the Deviation is plotted versus number of events. The algorithm which has better fairness is more suitable and successful than the others. As it can be seen in fig.3 , Neighbor One algorithm has the lowest deviation and so it can provide fairness better than the other algorithms. In fig.4 , the performance of Random, Round Robin and Probabilistic algorithms is given. As it is shown in fig.4 , Probabilistic algorithm has lower deviation rather than the other two algorithms. Lower deviation means that reminding energy of network nodes are close together. Total energy consumption of all algorithms which are argued in this paper is equal. In fig.5 , for the case that number of events is too high and for different algorithms, Deviation is plotted versus number of events in the network. We evaluated the performance of algorithms in two different situations. The results of fig.3 and fig.4 are used to evaluate the performance of algorithms where number of events is less than 1000 while in fig.5 and fig.6 the number of events is between1000 and 10000. It is observable that the Neighbor One algorithm has the best performance while the Round Robin algorithm has the worst performance. The VarEdge and Edge algorithms have similar structure; but as discussed earlier, their deployments are different. The VarEdge algorithm is more efficient in network with high number of sinks. In experiments which were performed for Edge algorithm, sink position was considered to be constant but for VarEdge algorithm, six different sinks were considered in different positions. Fig.6 shows simulation results. The other evaluation metric which can help us to compare the performance of different algorithms is packet loss. As mentioned earlier, the nodes in wireless sensor networks die when their energy are depleted. When a node dies, it can not forward packets; therefore packets will be dropped. If all neighbors of a node die, it is not possible to send any packet toward sink. In this case all of sent packets will be dropped. Any lost packet should be retransmitted which consumes more energy. Algorithms which have lower packet loss are more suitable for WSNs. In fig.7 for different routing algorithms, the number of lost packets is plotted versus number of events. It can be seen that the Neighbor One algorithm has the least number of lost packets while the Round Robin algorithm has the most number of lost packets. Congestion aware algorithms are mentioned nowadays specially [15] . In this paper, we proposed a congestion aware routing algorithm in section 3.G. Congestion aware algorithms try to reduce congestion in network nodes. Using nodes queue length, algorithms can avoid congestion occurrence in nodes.
In fig.9 we evaluate proposed congestion aware algorithm performance in comparison with Round Robin. As observable in fig.9 , number of loss packets for congestion aware algorithm is less than Round Robin. We can induce that, using congestion aware algorithm make routing more reliable. It is possible to merge congestion aware and energy aware algorithms together. For future work, this type of algorithms can be evaluated. Wireless Sensor Networks have received significant attention recently due to a wide range of compelling potential applications, such as traffic monitoring, intelligent control systems and digital battle fields. In sensor networks, a large number of small, inexpensive, battery-powered sensors are densely deployed in system environments to capture the status of interest and collect useful information from their surroundings. Fairness in energy consumption of network nodes has direct affect on the network lifetime. In this paper, different routing algorithms of wireless sensor network connected as Hypercube are discussed. The main difference of algorithms which were discussed in this paper is their own mechanism to provide fairness in energy consumption. Simulation results declare that which algorithm can prolonged network lifetime more than others. Using other topologies for wireless sensor networks is also applicable. Each of those topologies is efficient for individual application. For future works, evaluating other topologies for wireless sensor networks is suggested.
