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Robust and Secure Communications in Intelligent Reflecting
Surface Assisted NOMA networks
Zheng Zhang, Lu Lv, Qingqing Wu, Hao Deng, and Jian Chen
Abstract—This letter investigates secure transmission in an
intelligent reflecting surface (IRS) assisted non-orthogonal mul-
tiple access (NOMA) network. Consider a practical eavesdrop-
ping scenario with imperfect channel state information of the
eavesdropper, we propose a robust beamforming scheme using
artificial noise to guarantee secure NOMA transmission with the
IRS. A joint transmit beamforming and IRS phase shift opti-
mization problem is formulated to minimize the transmit power.
Since the problem is non-convex and challenging to resolve, we
develop an effective alternative optimization (AO) algorithm to
obtain stationary point solutions. Simulation results validate the
security advantage of the robust beamforming scheme and the
effectiveness of the AO algorithm.
Index Terms—Intelligent reflecting surface, non-orthogonal
multiple access, physical layer security, robust beamforming.
I. INTRODUCTION
Intelligent reflecting surface (IRS) is a promising tech-
nology to achieve high energy and spectrum efficiency for
future wireless communications [1], [2]. Particularly, IRS can
actively create a reconfigurable radio environment to improve
the wireless network performance by adaptively adjusting
amplitudes and phase shifts of passive reflecting elements [3].
On the other hand, non-orthogonal multiple access (NOMA)
improves spectrum efficiency by exploiting the power-domain
multiplexing to serve multiple users with the same time-
frequency resource block [4], [5]. It is expected that combining
IRS with NOMA could further enhance the network perfor-
mance, since NOMA is more powerful when the differences
of the user channel gains are larger, while IRS can proactively
reconfigure user channels to achieve this goal [6]–[8].
With the broadcast nature of wireless channels, the private
information is vulnerable to eavesdropping. This thus calls for
physical layer security (PLS), which utilizes the characteristics
of wireless channels to achieve secure communications. Since
IRS can smartly change the wireless propagation environment,
it can be exploited to benefit PLS by intelligently adjusting the
reflection coefficients for signal enhancement at receiver while
signal cancellation/mitigation at eavesdropper [9]–[12].
The aforementioned works [9]–[12] only consider PLS for
IRS assisted orthogonal multiple access (OMA) networks,
while research on PLS for IRS assisted NOMA networks is
still missing in the literature. For IRS assisted NOMA with
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security considerations, resource allocation becomes rather
challenging, because: 1) successive interference cancellation
(SIC) decoding constraint of NOMA increases the design
complexity of the transmission scheme, and 2) the existence
of co-channel interference and secrecy constraints lead to
sophisticated interference management for IRS’s reflection.
Furthermore, existing studies [9]–[11] rely on perfect channel
state information (CSI) of eavesdropper which, however, may
not hold since eavesdropper is passive and may try to hide
itself from legitimate nodes [12]. In this case, only imperfect
CSI of eavesdropper is available.
Motivated by the above observations, this letter studies
secure transmission in an IRS assisted NOMA network with
only the imperfect CSI of a multi-antenna eavesdropper. The
major contributions are summarized as follows.
‚ We propose a robust beamforming scheme to secure IRS
assisted NOMA transmission, where artificial noise (AN)
is exploited to reduce information leakage to eavesdrop-
per while minimizing the effect on reception quality of
legitimate users. A joint active and passive beamforming
optimization problem is formulated and solved for trans-
mit power minimization.
‚ To handle the non-convex constraints due to the eaves-
dropper’s imperfect CSI, we introduce equivalent chan-
nel/beamforming matrices to simplify the semi-infinite
constraints. Furthermore, a sequential rank-one constraint
relaxation (SROCR) based alternative optimization (AO)
algorithm is proposed to efficiently optimize the IRS
reflection coefficients and the transmit power, where
effective rank-one solutions are obtained.
‚ Numerical results verify the security advantage of pro-
posed scheme over two baseline schemes. In particular,
it is found that signal power highly depends on quality-
of-service (QoS) constraint of legitimate users, while AN
power is extremely sensitive to QoS constraint, maximum
eavesdropping rate, and interception capability of eaves-
dropper.
II. SYSTEM MODEL AND PROBLEM FORMULATION
As depicted in Fig. 1, we consider an IRS assisted NOMA
network, which consists of two single-antenna users (U1
and U2), an Nt-antenna base station (BS), an IRS, and an
Ne-antenna eavesdropper (E). We assume that there is no
direct link between the BS and U2 due to the existence of
obstacles, which thus needs the deployment of IRS to establish
a reliable communication link between them. As U1 and E
locate close to the BS, they have direct links to the BS. In
each transmission, the BS utilizes NOMA to simultaneously
transmit superimposed signals and AN, where AN is used to
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Fig. 1. An IRS assisted NOMA network.
confuse E. The IRS is connected to a smart controller and has
M passive reflecting elements, each of which can change its
amplitude and phase independently to improve the reception
quality of both U1 and U2 while degrading the interception
capability of E.
The received signals at U1, U2 and E are given by
y1 “ ph
H
I,1ΘHB,I ` h
H
B,1qp
ÿ2
i“1
wisi ` sANq ` n1, (1)
y2 “ ph
H
I,2ΘHB,Iqp
ÿ2
i“1
wisi ` sANq ` n2, (2)
ye “ pG
H
I,eΘHB,I `G
H
B,eqp
ÿ2
i“1
wisi ` sANq ` ne, (3)
where hI,i P C
Mˆ1 (1 ď i ď 2), hB,1 P C
Ntˆ1,HB,I P C
MˆNt
GB,e P C
NtˆNe , and GI,e P C
MˆNe denote the channel
vectors/matrixes of transmission links IRS-Ui (1 ď i ď 2),
BS-U1, BS-IRS, BS-E, and IRS-E, respectively. si denotes
the signal of Ui with the corresponding beamfoming vector
wi P C
Ntˆ1, which satisfies Et|si|
2u “ 1. sAN P C
Ntˆ1
denotes the AN vector following circularly symmetric complex
Gaussian distribution with zero mean and covariance matrix
WAN. n1, n2 „ CN p0, 1q and ne „ CN p0, INeq are the
additive white Gaussian noises (AWGNs) at users and E,
respectively. To explore the fundamental performance limit
of the considered network, we assume that the reflection
coefficients of the IRS can be arbitrary amplitudes and phase
shift values, i.e., Θ “ diagpβ1e
jθ1 , . . . , βMe
jθM q P CMˆM ,
where βm P r0, 1s and θm P r0, 2πs for 1 ď m ď M .
Without loss of generality, the channel gains are ordered
as }h1}
2 ě }h2}
2, where hH1 “ h
H
I,1ΘHB,I ` h
H
B,1 and
hH2 “ h
H
I,2ΘHB,I. As for U2’s signal decoding, s2 is detected
firstly by treating s1 as noise at each receiver, then U1 will
remove s2 from the detect result and decoding s1 without
inter-user interference. Accordingly, the achievable rates for
U1 to decode s1 and s2 are given, respectively, by
R1,1 “ log2
ˆ
1`
|hH1 w1|
2
TrphH
1
h1WANq ` 1
˙
, (4)
R1,2 “ log2
ˆ
1`
|hH1 w2|
2
|hH
1
w1|2 ` TrphH1 h1WANq ` 1
˙
. (5)
While U2 directly decodes s2 by treating s1 as noise yielding
the achievable rate as
R2,2 “ log2
ˆ
1`
|hH2 w2|
2
|hH
2
w1|2 ` TrphH2 h2WANq ` 1
˙
. (6)
We adopt a worst-case assumption in PLS, namely, E has
strong multiuser detection capacity and can remove inter-user
interference in NOMA secrecy [14]. Thus, the eavesdropping
rates at E for s1 and s2 are shown as
Re,1 “ log2 detpINe `Q
´1GHe w1w
H
1 Geq, (7)
Re,2 “ log2 detpINe `Q
´1GHe w2w
H
2 Geq, (8)
whereGHe “ G
H
I,eΘHB,I`G
H
B,e and Q “G
H
e WANGe`INe .
A. Imperfect Channel State Information
In this paper, we assume that the CSI of legitimate users is
perfectly available to BS, which can be realized by the channel
estimation method mentioned in [1] and its follow-up works,
e.g., the semi-passive channel estimation method. While the
perfect CSI of E is difficult to obtain since E usually belongs
to third party networks and has no cooperation with the BS.
In other words, E only exchanges data with its own network
nodes. In this case, BS can utilize the pilot information leakage
from E to estimate the CSI, which, however, is inexact and
outdated [12]. To describe E’s imperfect CSI, we adopt the
ellipsoidal bounded channel uncertainty model as follows
∆GI,e “ GI,e ´ GˆI,e, ∆GB,e “ GB,e ´ GˆB,e, (9)
Ωe “ t}∆GI,e}F ď εI,e, }∆GB,e}F ď εB,eu, (10)
where GˆI,e and GˆB,e represent the estimated channels of GI,e
and GB,e, while εI,e ą 0 and εB,e ą 0 denote the sizes of the
uncertainty regions of channel estimation errors ∆GI,e and
∆GB,e, respectively, and } ¨ }F is the Frobenius norm.
B. Problem Formulation
To guarantee robust and secure transmission, a worst-case
optimization problem is investigated. Specifically, we aim at
minimizing the total transmit power by joint active and passive
beamforming, subject to the minimum QoS constraints at users
and the maximum eavesdropping rates at E. The optimization
problem is formulated as follows
min
wi,WAN,Θ
ÿ2
i“1
}wi}
2 ` TrpWANq (11a)
s.t. θm P r0, 2πs, βm P r0, 1s, @m, (11b)
Ri,i ě RQ, @i, (11c)
max
Ωe
Re,i ď RM, @i, (11d)
R1,2 ě R2,2, (11e)
}h1}
2 ě }h2}
2, (11f)
where RQ denotes the QoS requirement of users and RM
denotes the maximum eavesdropping rate at E. Constraint
(11b) represents the IRS amplitudes/phase shifts requirements.
Constraints (11c) and (11d) guarantee a positive rate gap
between legitimate transmission rates and eavesdropping rates.
The inequality in (11e) insures a successful SIC decoding at
U1. Constraint (11f) ensures the SIC decoding order of the
NOMA users. Problem (11a) is intractable to solve due to the
semi-infinite constraints (11d) and coupled variables Θ and
wi. Next, we develop an efficient AO algorithm to solve it.
3III. ROBUST BEAMFORMING DESIGN
This section proposes an AO algorithm to efficiently solve
problem (11a). Specifically, we first introduce equivalent
channel/beamforming matrices to transform the semi-infinite
constraints into a tractable form, which can be directly tackled
by S-procedure. Then, to handle the non-convex constraints
caused by the coupled variables, we optimize the active and
passive beamforming in an alternative manner.
A. Transformation of Semi-Infinite Constraint
According to [12, Prop. 1], we first rewrite (11d) into the
following form:
GHe W
1
iGe ` p2
RM ´ 1qINe ľ 0, @i, (12)
where W1i “ p2
RM ´ 1qWAN ´Wi and Wi “ wiw
H
i for
1 ď i ď 2, which should satisfy constraints Wi ľ 0 and
rankpWiq “ 1. Then, substituting (9) into (12), (11d) can be
further expressed as the following quadratic form:
pGˆHI,eΘHB,I ` Gˆ
H
B,eqW
1
ipGˆ
H
I,eΘHB,I ` Gˆ
H
B,eq
H`
p∆GHI,eΘHB,I `∆G
H
B,eqW
1
ipGˆ
H
I,eΘHB,I ` Gˆ
H
B,eq
H`
pGˆHI,eΘHB,I ` Gˆ
H
B,eqW
1
ip∆G
H
I,eΘHB,I `∆G
H
B,eq
H`
p∆GHI,eΘHB,I `∆G
H
B,eqW
1
ip∆G
H
I,eΘHB,I `∆G
H
B,eq
H`
p2RM ´ 1qINe ľ 0, @i. (13)
To handle (13), we define the equivalent channel estimation
error and estimated channel matrices of E as
∆XH “ r∆GHI,e,∆G
H
B,es, Xˆ
H “ rGˆHI,e, Gˆ
H
B,es. (14)
Furthermore, a joint beamforming matrix is defined as
Vi “
„
ΘHB,IW
1
iH
H
B,IΘ
H ΘHB,IW
1
i
W1iH
H
B,IΘ
H W1i

, @i. (15)
Thus, combining (13), (14) and (15), we obtain
∆XHVi∆X`∆X
HViXˆ` Xˆ
HVi∆X` Xˆ
HViXˆ`
p2RM ´ 1qINe ľ 0,∆X P tY|Trpε
´2
e YY
Hq ď 1u, @i, (16)
where εe “ εB,e ` εI,e. Afterwards, by adopting S-procedure
[15], the infinite inequality (16) can be transformed into a
finite LMI as„
XˆHViXˆ` pγM ´ τiqINe Xˆ
HVi
ViXˆ Vi ` τiε
´2
e IM

ľ 0, @i, (17)
where γM “ 2
RM ´1, and τi ą 0 denotes an auxiliary variable
introduced by S-procedure.
B. Active Beamforming Optimization
By fixing Θ, the optimization problem becomes:
min
Wi,WAN,τi
ÿ2
i“1
TrpWiq ` TrpWANq (18a)
s.t. (11c), (11e), (17), (18b)
Wi ľ 0, @i, (18c)
rankpWiq “ 1, @i. (18d)
For notation brevity, we denote HW,1 “ h1h
H
1 and HW,2 “
h2h
H
2 . Thus, constraint (11c) can be rewritten as
TrpHW,1W1q ě γQpTrpHW,1WANq ` 1q, (19a)
TrpHW,2W2q ě γQpTrpHW,2WANq ` TrpHW,2W1q ` 1q,
(19b)
where γQ “ 2
RQ ´ 1. For constraint (11e), we introduce a
slack variable γt ą 0, which satisfies
TrpHW,1W2q ě pTrpHW,1WANq ` TrpHW,1W1q ` 1qγt,
(20a)
TrpHW,2W2q ď pTrpHW,2WANq ` TrpHW,2W1q ` 1qγt.
(20b)
In (20a), it is not difficult to see that the term of
TrpHW,1WANq ` TrpHW,1W1q ` 1 is nonnegative. Thus, we
apply the arithmetic geometry mean (AGM) inequality to
approximate (20a) by
2TrpHW,1W2q ěppTrpHW,1WANq ` TrpHW,1W1q ` 1q̟q
2
` pγt{̟q
2
, (21)
where the equality holds if and only if when ̟ “b
γt
TrpHW,1WANq`TrpHW,1W1q`1
. In (20b), we introduce another
slack variable ν, which satisfies
TrpHW,2W2q ď 2ν˜ν ´ ν˜
2, (22)
where the right-hand side of (22) is the Taylor series expansion
of the quadratic function ν2, and ν˜ denotes the reference point
of ν. Then, (20b) can be reshaped as„
TrpHW,2WANq ` TrpHW,2W1q ` 1 ν
ν γt

ľ 0. (23)
To deal with with the non-convex rank-one constraints (18d),
we consider the SROCR method [13] to obtain rank-one
solutions of problem (18a), which is described as follows.
The rank-one constraint rankpW
pnq
i q “ 1 at nth iteration is
replaced by the linear constraint
w
eig-max,pn´1q
i W
pnq
i w
eig-max,pn´1q
i ě w
pn´1q
i TrpW
pnq
i q. (24)
In (24), w
pn´1q
i P r0, 1s denotes the trace ratio parameter of
Wi at pn ´ 1qth iteration, which gradually increases from 0
to 1. w
eig-max,pn´1q
i P C
Ntˆ1 denotes the eigenvector of the
largest eigenvalue ofW
pn´1q
i with the parameter w
pn´1q
i . The
iterative convex program (ICP) at nth iteration is given by
min
Wi,WAN,τi,γt,ν
ÿ2
i“1
TrpWiq ` TrpWANq (25a)
s.t. (17), (18c), (19a), (19b), (21),
(22), (23), (24). (25b)
The ICP can be solved efficiently by using the CVX toolbox,
and the iterative algorithm for problem (25a) is summarized
in Algorithm-1, where Pt denotes the total transmit power at
BS and δ denotes the convergence accuracy.
C. Passive Beamforming Optimization
With the given Wi and WAN, we can denote u0 “
rβ1e
jθ1 , . . . , βMe
jθM sH , u “ ru0; 1s, U fi uu
H , HU,1 “
rdiagphHI,1qHB,I;h
H
B,1s and HU,2 “ rdiagph
H
I,2qHB,I;0s. There-
fore, the constraint (19a) and (19b) can be transformed into
TrpU11,1q ě γQpTrpU
1
AN,1q ` 1q, (26a)
TrpU12,2q ě γQpTrpU
1
AN,2q ` TrpU
1
1,2q ` 1q, (26b)
4Algorithm-1: Iterative Algorithm for Solving Problem (18a)
1: Initialization: set n “ 1 and initialize ̟p0q, ν˜p0q, w
p0q
i
, w
eig-max,p0q
i
;
2: Repeat:
3: If the ICP (25a) is feasible, solve the problem, define ǫpnq “
ǫpn´1q and update ̟pnq and ν˜pnq;
4: Else: define ǫpnq “ 1
2
ǫpn´1q;
5: Update w
pnq
i
“ minp1,
λmaxpW
pnq
i
q
TrpW
pnq
i
q
` ǫpnqq;
6: n “ n` 1;
7: Until: w
pnq
i
“ 1 and |P
pnq
t ´ P
pn´1q
t | ď δ.
where U1̺,i “ HU,iW̺H
H
U,iU for ̺ P t1, 2,ANu and i P
t1, 2u. Similarly, the constraints (21), (22) and (23) can be
rewritten as
2TrpU12,1q ěppTrpU
1
AN,1q ` TrpU
1
1,1q ` 1q̟q
2
` pγt{̟q
2
, (27)
TrpU12,2q ď 2ν˜ν ´ ν˜
2, (28)„
TrpU1AN,2q ` TrpU
1
1,2q ` 1 ν
ν γt

ľ 0. (29)
Furthermore, we denote Qi “ diagph
H
I,iqHB,I, J1 “„
Q1Q
H
1 Q1hB,1
hHB,1Q
H
1 0

and J2 “
„
Q2
0
“
QH2 0
‰
. Then, we
transform the constraint (11f) into:
TrpJ1Uq ` }h
H
B,1}
2 ě TrpJ2Uq. (30)
For the non-convex term Vi in (15), we utilize the singu-
lar value decomposition (SVD) to transform HB,IW
1
iH
H
B,I
into
ř
p si,pdi,p, which represents ΘHB,IW
1
iH
H
B,IΘ
H in an
equivalent form
ř
p diagpsi,pqu¯0u¯
H
0 diagpdi,pq. Based on the
properties of matrix, we have the following equation:
diagpsi,pqu¯0u¯
H
0 diagpdi,pq “ Si,pu¯u¯
HDi,p, @i, p, (31)
where Si,p “
“
diagpsi,pq,0
‰
and Di,p “
„
diagpdi,pq
0

.
Moreover, when the condition of rankpUq “ 1 holds,
Θ can be denoted by diagpUN`1,1:N q equivalently,
where UN`1,1:N equals to rUN`1,1, . . . ,UN`1,N s.
Therefore, non-convex term Vi can be rewritten as„ ř
p Si,pU
TDi,p diagpUN`1,1:N qHB,IW
1
i
W1iH
H
B,IdiagpUN`1,1:N q
H W1i

.
Consequently, the feasibility program can be formulated as
follows
find U (32a)
s.t. (17), (26a), (26b), (27), (28), (29), (30), (32b)
U ľ 0, (32c)
Um,m ď 1, 1 ď m ď M,UM`1,M`1 “ 1, (32d)
rankpUq “ 1. (32e)
However, problem (32a) is still non-convex due to the rank-
one constraint (32e). Similarly, we use the SROCR method
to tackle this problem. The relaxed rank-one constraint at nth
iteration is given by
ueig-max,pn´1qUpnqueig-max,pn´1q ě upn´1qTrpUpnqq. (33)
Hence, we have the iterative convex feasibility program (ICFP)
at nth iteration as
find U (34a)
BS
IRS
U1
E
U2
rB
dB,I rI
Fig. 2. Simulation setup with dB,I “ 50m and rB “ rI “ 2m.
s.t. (32b)´ (32d), (33). (34b)
The iterative algorithm to solve problem (34a) is similar to
Algorithm-1 and is thus omitted for brevity.
The AO algorithm is summarized in Algorithm-2. The main
computational complexity with the interior-point method is
given by O
`
lAOplap3N
2
t ` 3q
3.5 ` lppM ` 1q
7q
˘
, where the
la and lp denote the iteration numbers for solving ICP (25a)
and ICFP (34a), and lAO denotes the number of iterations.
Algorithm-2: AO Algorithm for Solving Problem (11a)
1: Initialization: Set k “ 1, and initialize ̟p0q, ν˜p0q, Up0q, w
p0q
i
,
w
eig-max,p0q
i
, up0q and ueig-max,p0q ;
2: Repeat:
3: Solve ICP (25a) with fixed Upk´1q;
4: Solve ICFP (34a) with fixed W
pk´1q
i
and W
pk´1q
AN
;
5: k “ k ` 1;
6: Until: |P
pkq
t ´ P
pk´1q
t | ď δ.
IV. NUMERICAL RESULTS
In this section, we present numerical results to verify the
performance of the proposed solution. The locations of all
nodes are shown in Fig. 2, and both the large and small
scale fading are considered, i.e., h “ d´
α
2 hs, where h P
thI,i,hB,1,HB,I,GB,e,GI,eu. d and α denote the distances
and path-loss exponents, and hs denotes the Rayleigh fad-
ing gain. Here, the path-loss exponents of the IRS-involved
links (including BS-IRS link) are set as 2, while the path-
loss exponents of the BS-involved links are set as 4. We
adopt the normalized channel estimation error uncertainty for
simulations, defined as ξn “
εe
}Xˆ}F
. The convergence accuracy
δ is set as 0.1, and each point is averaged over 100 trials.
Fig. 3 shows the convergence of the proposed AO algorithm
with different Nt. It is observed from the figure that the
transmit power monotonically decreases and converges very
fast to a fixed value, which demonstrates the effectiveness of
the proposed AO algorithm. It is also observed from the figure
that an increase in Nt can lower the transmit power but has no
significant impact on the converge performance. That indicates
properly increasing Nt can benefit higher active beamforming
gain for NOMA security enhancement without introducing
large number of iterations for achieving convergence.
Fig. 4 compares the transmit power achieved by AO algo-
rithm with two baseline schemes, i.e., random phase and equal
power allocation (EPA) (i.e., |w1|
2 “ |w2|
2). As shown in Fig.
4, the total transmit power of three schemes monotonically
decreases with the increased channel estimation error ξn, due
to the fact that more transmit power is needed to compensate
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Fig. 3. Convergence of the proposed AO algorithm with ξn “ 0.01, Ne “ 2,
M “ 10, RQ “ 1bps/Hz, and RM “ 0.5bps/Hz.
0.05 0.1 0.15 0.2 0.25
20
25
30
35
Tr
an
sm
it 
po
w
er
 o
f B
S 
(dB
m)
AO, M=10
Random phase, M=10
EPA, M=10
AO, M=5
Random phase, M=5
EPA, M=5
 3.24dB
 4.63dB
Fig. 4. Transmit power of BS versus the normalized channel estimation error
with Nt “ 8, Ne “ 2, RQ “ 1bps/Hz, and RM “ 0.5bps/Hz.
the increased channel uncertainty for secrecy guarantee. Com-
pared with random phase and EPA, the proposed AO algorithm
achieves the lowest transmit power consumption. Particularly,
the random phase scheme has the worst performance and
the performance gap between the random phase scheme and
the proposed AO algorithm increases from 3.24dB to 4.63dB
when increasing M from 5 to 10. This is because that the
random phase shifts cannot always strengthen that at legitimate
users and/or suppress the received signals at E. Furthermore,
by increasing the reflecting elements, the passive beamform-
ing gain can be improved, which is helpful to enhance the
transmission security.
In Fig. 5, the impact of the maximum eavesdropping rate
on power allocation between signals and AN is plotted. As
can be observed from Fig. 5, the maximum eavesdropping
rate and the number of antennas at E have significant impact
on the AN power rather than the signal power. This can
be understood as follows. An increase in the eavesdropping
rate reduces the security requirement of network, thus less
AN power is needed. While an increase in the number of
antennas will strengthen the interception ability of E, and
thus, the BS should allocate more power to AN to suppress
eavesdropping. Whereas both the maximum eavesdropping
rate and the number of antennas at E have little impact
on signal transmission. Furthermore, the QoS requirement of
users has a great effect on both signal and AN power. This is
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Fig. 5. Transmit power allocation between signals and AN versus the
maximum eavesdropping rate at E with Nt “ 8, M “ 5, and ξn “ 0.1.
due to the fact that an increase in the QoS constraint results in
a higher transmit power, which in turns improves the received
signal strength of E. Hence, more power are needed for AN
to degrade the reception quality of E.
V. CONCLUSION
This letter proposed a robust beamforming scheme to en-
hance secrecy of the IRS assisted NOMA network against a
multi-antenna eavesdropper. An efficient AO algorithm was
developed to optimize transmit beamforming and IRS reflec-
tion coefficients for transmit power minimization. Numerical
results were provided to validate the security effectiveness of
the proposed scheme and obtain valuable design insights into
the robust design of secure transmission via IRS.
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