Introduction
The use of electronic means of communication such as e-mail, SMS and the internet in the last decade has outstripped and replaced other more traditional forms of communications such as post, telex and telegram. The only other form of communication which has been able to hold its own, is fax, which in any event is of fairly recent origin and is increasingly becoming integrated into the other forms of electronic communications. The convergence of technologies is also increasingly diffusing the boundaries between these various forms of electronic communications. Most cell phones, for instance have become a small computer enabling the user to use either voice, SMS, e-mail and even fax from the same instrument, as well as accessing the internet.
The internet has had the added effect that all forms of communications (including voice) have become much faster, cheaper and, importantly, international. Distance in the digital world has virtually no meaning and has almost erased the importance of national boundaries in communications. 2 This is also important for developing nations as it opens up international markets to smaller traders from developing nations to an unprecedented extent.
49/115
It is a common perception that the law, and more particularly the law of contract, has been lagging behind in the development of solutions for the use of electronic communications in commerce, leading to legal uncertainty which in turn creates obstacles to trade. 3 This perception exists not only in respect of international law, but also in respect of most domestic legal systems. 4 Some of the questions usually raised include: the legal value and validity of electronic communications; compliance with formalities; whether electronic signatures are possible and valid; determining the time and place of the conclusion of the contract; the validity of automated transactions; the applicable legal system; the evidential value of electronic records; and similar issues.
5
The fact that many of these issues could already be adequately accommodated in terms of existing flexible rules, 6 has not removed these perceptions about legal uncertainty. It provided the ground for UNCITRAL to develop a Model Law on Electronic Commerce (1996) 7 and a Model Law on Electronic Signatures Legislation implementing provisions of the Model Law has been adopted in: Australia (1999) , China (2004) , Colombia (1999 ), Dominican Republic (2002 , Ecuador (2002) , France (2000) , India (2000) , Ireland (2000) , Jordan (2001) , Mauritius (2000) , Mexico (2000) , New Zealand (2002) , Pakistan (2002) , Panama (2001) , Philippines (2000) , Republic of Korea (1999) , Singapore (1998) 
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To date very little analysis of the UNECIC has been undertaken.
The stated object of the Convention is to…provide a common solution to remove legal obstacles to the use of electronic communications in a manner acceptable to States with different legal, social and economic systems.
The scope and field of application of the UNECIC is closely aligned to that of the Vienna Convention for the International Sale of Goods, 1980 (CISG) , although the UNECIC potentially has a wider field of application than pure sales.
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(a) the legislative history of the UNECIC;
In this contribution the following aspects will be discussed in an attempt to highlight the importance of the convention as an instrument for international legal harmonisation in the field of international trade and trade communications:
(b) its scope and purpose and the underlying principles on which it is based as a background or basis for its interpretation; Lanka (2006) , Thailand (2002) , Venezuela (2001) and Vietnam (2005) . Uniform legislation influenced by the Model Law and the principles on which it is based has been prepared in the United States (Uniform Electronic Transactions Act, adopted in 1999 by the National Conference of Commissioners on Uniform State Law) and enacted in 49 of its states, and in Canada (Uniform Electronic Commerce Act, adopted in 1999 by the Uniform Law Conference of Canada) and enacted in 11 of its provinces and territories. 10 See the UNECIC Preamble. 11 In terms of a 23 the UNECIC only enters into force upon the deposit of the third instrument of ratification, acceptance, approval or accession. By October 2007 none of the 15 signatories had as yet deposited such an instrument, although informally certain countries have already indicated to the UNCITRAL Secretariat that they may do so in the near future. 12 See eg Raymond 2006 The Computer & Internet Lawyer 9; Connolly 2006 Computer Law & Security Report 32. 51/115 (c) interpretation of the UNECIC;
(d) Analysis of the provisions of the UNECIC.
Legislative history
The Working Group on Electronic Commerce within UNCITRAL, which was responsible for the development of the Model Law on Electronic Commerce (1996) What is striking in this connection is the absence, among the international legal instruments surveyed, of an instrument for which the proposed omnibus agreement would reach its intended general purpose. All the surveyed legal instruments, in one way or another, seem to require either no action or a very specific action that could not be confined to the mere establishment of the principle of the electronic equivalent, whenever the terms "writing", "signature" and "document" are used. This should by no means lead to the conclusion that an omnibus agreement of the type envisaged in document A/CN.9/WG.IV/WP.89 would be useless; simply, the conclusion appears to be that the need for such an agreement is rather residual … In any international transaction, therefore, the UNECIC will not apply automatically as public international law, but will only be applicable if according to the rules of private international law that is applied, the transaction is made subject to a legal system where the UNECIC applies. For example, trader A, which has its place of business in Senegal, has concluded a transaction electronically with trader B, which has its place of business in South Africa. For purposes of the example, assume that Senegal has adopted the UNECIC and South Africa not. The first question to be asked if there should be any dispute between the parties on the formation of the agreement is which legal system governs the formation and validity of this agreement. That question is usually answered by the rules of private international law of the lex fori, that is, the 279. The possibility for contracting States to make this declaration has been introduced so as to facilitate accession to the Convention by States that prefer the enhanced legal certainty offered by an autonomous scope of application, which allows the parties to know beforehand, and independently from rules of private international law, when the Convention applies.
The declaration provides no legal certainty as claimed. Whether the UNECIC will apply, will always to an extent be dependent on the rules of private international law and the choice of jurisdiction. If it is certainty that parties want, they can simply choose the applicable law and include or exclude the application of the UNECIC in accordance with the provisions of article 3.
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Article 19 makes provision for further declarations, namely the exclusion of any matter for which the Convention makes provision. In preparing the Electronic Communications Convention, UNCITRAL's aim was to achieve as wide as possible application. 46 Even though there was consensus that exceptions and reservations should be kept to a minimum, it was also recognised that there were varying degrees of recognition of electronic communications in different legal systems. Although some legal systems recognised the validity of electronic communications, they often still prescribed certain formalities and requirements to ensure legal certainty. 47 As a result of the differences in approach, and in order to make the convention as acceptable as widely as possible, UNCITRAL decided to allow for these declarations,
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It is to be hoped that few if any states will make use of these declarations as such declarations unnecessarily complicates the scope and applicability of the UNECIC, as is the case with the CISG.
which if extensively used by states, will effectively destroy the harmonising effect of this convention. 49 The issue of reciprocity should really not enter into the discussion as far as the applicability of these conventions is Either the policies underlying the acceptance of these conventions are acceptable and desirable in the state involved, or not. The fact that a particular state has adopted the conventions, should indicate assent to these policies and the way in which they have been embodied. The fact that another state has not yet adopted the convention should therefore be irrelevant.
(b) Electronic communications in international transactions

60/115
Article 1 stipulates that the convention only applies to electronic communications in international transactions, that is, transactions where the parties have their principal places of business in different countries. 51 However, a transaction will not be regarded as 'international' unless the parties are both aware of this fact before or at the time of the conclusion of the agreement.
52
The nationality of the parties or whether they are commercial entities or public entities, are facts which are not relevant in the applicability of the UNECIC. One of the major points of criticism against the international harmonisation of law is that such law is very often not uniform or harmonised in its application due to the varying interpretations given to the same provisions by courts in different jurisdictions. 54 The experience with the CISG, possibly one of the most successful instruments of legal harmonisation to date, however, has shown that the proper collection and dissemination of information, can play an important role in the consistent interpretation and application of a convention.
55
In the interpretation of an international convention there are a number of aids that may be used by the interpreter, besides the wording of the convention itself. In addition to the wording itself, one is also entitled to have regard to the 51 A 1(1 Although provisions like article 5 have become common place in UNCITRAL texts, at the time that article 7(2) of the CISG was discussed, its inclusion was controversial as many delegations regarded such an approach to be too vague and unrealistic because such underlying principles had not been clearly formulated.
61
Magnus did ground breaking work in identifying a number of these underlying principles for the CISG.
The fact that it is now commonly included in the UNCITRAL texts without much discussion, bears testimony to the fact that the fears expressed at the CISG diplomatic conference, were largely unfounded. The case law and commentary have developed a number of underlying principles which can and have been applied in order to fill gaps in the CISG. 62 He states that there are four different ways in which these general principles can be derived from a convention:
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• Some principles expressly state their applicability to the whole of the convention; for instance the principles of harmonization and unification, legal certainty, commercial predictability, freedom of the parties, technological neutrality, functional equivalence, internationality and good faith are contained in the preamble and in article 5. These principles were also regularly discussed during the formative stages of the convention.
• Some principles are contained in a number of provisions, but may be absent from provisions where one would have expected them. That gap can then be filled by reference to that principle.
• 63/115 principle of party autonomy; article 5 which contains the principles of good faith, internationality and uniformity.
• The overall context of the convention may indicate that a general principle is assumed. Magnus refers to the pacta sunt servanda principle contained in the CISG, but which is nowhere expressed. In the UNECIC the principle of reasonable reliance can be assumed from the overall context of the Convention, although those terms are not specifically used anywhere.
In a similar fashion by deductive reasoning and analysis of the provisions of the Convention, and by looking at the legislative history of the UNECIC, a number of general underlying principles can be discerned.
Internationality, harmonization, unification and autonomous interpretation
From the outset it was recognised that the UNECIC should become an international instrument with the aim of harmonizing the use of electronic communications in international trade.
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Recalling that, at its thirty-fourth session, in 2001, the Commission decided to prepare an international instrument dealing with issues of electronic contracting, which should also aim at removing obstacles to electronic commerce in existing uniform law conventions and This is repeated throughout the working history of the Convention and its acceptance. In the declaration to the adoption of the UNECIC, the General Assembly states:
The Desiring to provide a common solution to remove legal obstacles to the use of electronic communications in a manner acceptable to States with different legal, social and economic systems,
The principle of internationality and autonomous interpretation is expressly contained in article 5 (quoted above) which deals specifically with the interpretation of the Convention and filling any gaps in it.
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In the application of the UNECIC courts and tribunals should therefore opt for interpretations and solutions for filling gaps that are in conformance with and will promote the international character of the Convention, uniformity and harmonisation. It always remains a concern with all instruments of harmonisation that courts and tribunals will negate the harmonising effect with decisions showing a homeward trend or coloured by domestic influences. It is a topic that has been thoroughly discussed in regard to the CISG. 66 
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Noting that the increased use of electronic communications improves the efficiency of commercial activities, enhances trade connections and allows new access opportunities for previously remote parties and markets, thus playing a fundamental role in promoting trade and economic development, both domestically and internationally, … Convinced that the adoption of uniform rules to remove obstacles to the use of electronic communications in international contracts, including obstacles that might result from the operation of existing international trade law instruments, would enhance legal certainty and commercial predictability for international contracts and help States gain access to modern trade routes.
The principle is also contained in article 8(1) which provides: 8(1). A communication or a contract shall not be denied validity or enforceability on the sole ground that it is in the form of an electronic communication.
Legal certainty and commercial predictability
The principle of legal certainty was one of the driving forces of the UNECIC from the outset and remained one of the stated objects. 
Technological neutrality
The fifth paragraph of the Preamble contains two of the most important principles underlying the Convention and which guided the work of UNCITRAL throughout the drafting process, namely technological neutrality and functional equivalence:
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These principles also provided important guidance to the two sister instruments developed by UNCITRAL prior to the Convention, namely the two Model Laws.
Being of the opinion that uniform rules should respect the freedom of parties to choose appropriate media and technologies, taking account of the principles of technological neutrality and functional equivalence, to the extent that the means chosen by the parties comply with the purpose of the relevant rules of law.
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The Secretariat explains the principle as follows:
It forms the substratum for all of the domestic legislation that have adopted or used the model laws mentioned above.
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The principle is important because of the speed at which technological advances are taking place, a problem which is compounded by the 47. The principle of technological neutrality means that the Electronic Communications Convention is intended to provide for the coverage of all factual situations where information is generated, stored or transmitted in the form of electronic communications, irrespective of the technology or the medium used. For that purpose, the rules of the Convention are "neutral" rules; that is, they do not depend on or presuppose the use of particular types of technology and could be applied to communication and storage of all types of information. It is becoming very difficult to exclude voice messages as electronic messages.
The definitions of 'data message' and 'electronic communication' in article 4 are certainly wide enough to include voice messages used in an automated environment. 
Functional equivalence
This principle is also one of the expressly stated principles in the Preamble of the Convention.
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It is also important that the legal regime applicable to traditional paper based forms of communication, should not differ significantly in respect of electronic communications.
The principle of functional equivalence is closely related to the principle of technological neutrality, but the emphasis is different: the latter is aimed at drafting which will avoid that the Convention will become dated, whereas the former is aimed at ensuring that there is as little difference as possible in the manner in which the law regards and deals with traditional methods of communication and electronic communications. 
Freedom of contract
Functional equivalence strives to create legal results which are similar if not identical, regardless of the medium of communication. 
69/115 Article 3 Party autonomy
The parties may exclude the application of this Convention or derogate from or vary the effect of any of its provisions.
During the drafting phase, UNCITRAL was aware that in practice the parties very often solved issues of legal uncertainty by making appropriate provision in their contract for those issues. Article 3 recognises that the solutions chosen by the party should take precedence over any of the provisions of the Convention. 80 Party autonomy is a principle that not only features strongly in this convention, but also in the CISG. 
Good faith
In the commercial contractual sphere, there exists in most legal systems a very high degree of contractual freedom, allowing parties to regulate their affairs in accordance with their own needs and understanding and with very little statutory interference.
Good faith as a requirement in the interpretation of the UNECIC in terms of article 5, caused much less controversy than its inclusion in article 7 for similar purposes in the CISG. 82 This may partly be ascribed to the fact that the use of good faith principle in the application of the CISG, even as a substantive principle in the conclusion and performance of the contract, has not caused the legal uncertainty feared by many (mainly common law) countries, 
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provisions. 84 The Secretariat remarks that this provision has become fairly standard in most UNCITRAL instruments.
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The good faith principle is of necessity a fairly wide and imprecise instrument that will require judicial interpretation and precision over time. In respect of the CISG there is broad agreement that article 7(1) at least contains a prohibition against abuse as well as a prohibition against actions contrary to prior conduct, similar to estoppel in Common Law. 
Protection of reasonable reliance
The principle of good faith is closely related to the principle that protects reasonable reliance. Where one party has created an impression on which the other party relies, the reasonable reliance of the latter should be protected by the law.
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• Article 6(1)- (2): Presumed location of the party according to its indication or circumstances known and contemplated by the parties;
The following instances of the protection of reliance can be found in the Convention:
• Article 9(2)-(3): Giving legal recognition to electronic communications and signatures where the parties intended and relied thereon.
Freedom of form
The point of departure is that there are no form requirements in terms of this The fact that electronic communications take place in cyberspace, is often cited as a factor which causes legal uncertainty because it may be very difficult to establish the locality of the other party, that is, is it its place of business, place of residence or the place where its information system or server is situated.
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109. Considerable legal uncertainty is caused at present by the difficulty of determining where a party to an online transaction is located. While that danger has always existed, the global reach of electronic commerce has made it more difficult than ever to determine location. This uncertainty could have significant legal consequences, since the location of the parties is important for issues such as jurisdiction, applicable law and enforcement. Accordingly, there was wide agreement within UNCITRAL as to the need for provisions that would facilitate a determination by the parties of the places of business of the persons or entities they had commercial dealings with.
The Secretariat Explanatory Note remarks:
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It is generally recognised that the location of the information system and server is not a useful connecting factor as there physical location may be spread out 
5
Critical exposition of provisions A number of provisions of the UNECIC have already been discussed above and will not be considered again in this section.
Definitions
Most of the definitions contained in this section are based on the definitions contained in the earlier Model Law on Electronic Commerce. These definitions are meant as an interpretational aid in an area where many of the terms may have a fairly technical meaning.
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The definition is aimed at including all forms communication that are generated, transmitted and stored in paperless form.
A key definition is that of 'data message' which is essential in determining the scope of the UNECIC. It reads:
(c) "Data message" means information generated, sent, received or stored by electronic, magnetic, optical or similar means, including, but not limited to, electronic data interchange, electronic mail, telegram, telex or telecopy.
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Strictly speaking this definition is wide enough to include telephonic conversations, but the fact that it is not mentioned as one of the examples probably is an indication that it should be excluded. Telephonic conversations It is clearly stated that the examples are not exhaustive, but merely illustrative. This is important to make provision for newer technologies that may develop in future. Where a natural person is conversing interactively with an automated system, such communications should be regarded as data messages. Until such time as interpreted by the courts there will remain a measure of uncertainty about this aspect.
The following definitions are also significant:
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• 'Addressee' This definition is aimed at ensuring to provide certainty as to who should be regarded as the person entitled to receive the message.
Again it is clearly stated that ISPs are mere conduits and not to be regarded as agents in any sense.
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• 'Place of business' This definition is important to ensure that the physical locality of the parties can be established with certainty and without getting ensnared in the debate which may arise about the location of a party where it maintains a server or service provider at a place somewhere else than its usual place of business. This issue is important for purposes of jurisdiction and the place of contracting. 98 95 See for instance the definition of 'data message' in s 1 of the ECT Act which provides for this specific situation. 96 Supra n 33 par 97-100. 97 Supra n 33 par 97-100. 98 Supra n 33 par 105-106.
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Location of the parties: article 6
The various sections of article 6 aim at ensuring that there is certainty about the physical locality of each of the parties. 99 Usually the physical place will be deemed to be the place indicated by that particular party. Therefore, even if a party does not have a physical presence at the place indicated by it as its usual place of business, it may be deemed to be its place of business to protect the reliance of the other party on that fact. 100 However, the article also stipulates that a party may prove that the other party has a place of business somewhere else. This may for instance be important where the party has deceptively indicated a place of business at a location where it has no assets or to escape some other restraint. The innocent party then has a choice to elect which place of business it will rely on. This may be especially important for purposes of jurisdiction and legal proceedings.
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This provision is also at pains to point out that the fact that a party maintains certain equipment such as a server for example at a specific place, does not cause that place to be deemed its place of business. If a natural person has no place of business as defined in this article, his or her usual place of residence will be the relevant place for purposes of the Convention.
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The domain name used by a party can also not be used to determine its place of business as such domain names can be misleading. The fact that a party has a domain name ending in .uk or .za does not necessarily mean that it has any presence in either the United Kingdom or South Africa, respectively. 
Information requirements: article 7
Article 7 provides that nothing in the convention must be understood to relieve a party from its obligations or liability to disclose its identity, places of business 75/115 or other information, or relieves a party from the legal consequences of making inaccurate, incomplete or false statements in that regard. Parties will therefore still have to comply with any local legislation in this regard.
During the drafting discussions it was considered that obligations to disclose certain information would be more appropriately placed in international industry standards or guidelines, rather than in an international convention dealing with electronic contracting. 
Legal recognition article 8
Article 8 stipulates that electronic communications will be given legal effect on a par with other traditional forms of communications. The mere fact that a statement is sent as a data message cannot serve as a ground for its nonrecognition. In this way article 8 aims at establishing technological neutrality as far as the form or method of business communications are concerned.
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The UNECIC intentionally refrained from establishing rules in respect of the place and time of the formation of agreements, leaving this aspect to be established by the applicable domestic law.
This does not mean that such communications cannot be impugned on some other ground such as fraud or mistake. However, for purposes of establishing where and when communications are deemed to be legally effective, article 10 contains deeming provisions which are relevant. They will be discussed below.
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Time and place: article 10
The time and place of communications may be important for a number of reasons, including the time and formation of the agreement or the lapsing of an offer or some other time limit such as the time for performance. In terms of article 10(1) a message is deemed sent if it leaves the information system used by the originator, that is, when the message is beyond the control of the originator. 108 If the parties are making use of the same information system, for instance they both use the same ISP, the message is deemed sent when it is received by the addressee.
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• Where the information theory applies.
Conversely in terms of article 10(2) a message is deemed received when it is capable of being retrieved by the addressee at its indicated electronic address.
Where the messages are sent to another address, it is deemed received when the addressee becomes aware of the fact that the message has been sent to that address.
As indicated above, the time and place of the contract will still be determined by 
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• The reception theory. This is the theory which is generally applied in civil law countries and which has also been adopted in South Africa in respect of electronic communications. 113 In terms of this theory the contract is deemed to be concluded at the time that the acceptance is received by the offeror and at that place. This is also the approach adopted in the CISG.
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Although there is a resort to domestic law to determine the time and place of contracting, in many instances the referral to domestic law will in actual fact be a referral to the CISG in which case there should be a uniform approach to the time and place of the formation of the contract.
In terms of article 18(2) read with article 23 the contract is deemed concluded when the acceptance 'reaches' the offeror. Article 24 determines that a message is deemed to have reached the offeror where it is delivered to its address.
5.6
Form -writing and signature: article 9 
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This provision which deals with formalities is a key provision in the context of electronic business communications. The point of departure, as is the case with the CISG, is that no formalities are required for the validity of any message.
115
The provision recognises however, that in some legal systems writing may be required as a formality. In line with the principle of functional equivalence,
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One of the early fears in respect of data messages centred on the fact that data messages could be altered with relative ease and without any apparent sign. It is now generally recognised that these fears were somewhat exaggerated and that with proper record keeping practices and utilising security methods now freely available, that the opportunity for fraud is no greater than with original paper documentation.
article 10(2) stipulates that where domestic law requires a communication to be in writing, that a data message will be deemed to be in writing provided that the information in such a communication is accessible for subsequent reference.
Practically speaking this means that the data message must be capable of being stored and must in fact be stored. Transient data messages which are not capable of being stored or which are not stored will not meet the writing requirement in terms of this provision.
117 Paper documents fulfil a number of evidentiary functions which can easily be mimicked by data message techniques available.
These functions include the keeping of a record that cannot easily be altered by one of the parties; providing original copies to both parties; authentication of the document through signature; and having documentation available that would be acceptable to courts and public authorities.
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The needs of both business and government have in a practical sense caused the acceptance of electronic documents or data messages to replace paper Article 10(4) deals with the requirements for integrity and reliability of data messages. It stipulates that where domestic requires a document to be retained in its original form, that requirement is deemed met if a reliable assurance exists as to the integrity of the information as first generated in its final form.
Article 9 provides the minimum requirements that need to be met for these purposes. The parties may stipulate their own requirements in their agreement. Parties should also be aware that the law of evidence in many countries may have additional requirements that need to be observed. 120
5.7
Invitations, advertisements and offers: article 11
Such information must be capable of being displayed to the person to whom the information must be available. Article 10(5) states the material requirements for judging the integrity of such information: it must prove that the information has remained complete and unaltered apart from any endorsement or changes that are naturally associated with the transmission, storage or display of the information. The standard of proof necessary will be relative to the purpose for which the information was generated and all the relevant circumstances.
The manner in which electronic information is handled within any business will depend on the nature and importance of such information. In the light of the above requirements companies must develop protocols for dealing with information, its authentication, security and storage which will tend to prove the authenticity of such information. The requirements stipulated by the UNECIC are reasonable and practical. It also takes into account technological changes and advances. Information handling and storing protocols should therefore be revised from time to time to make provision for newer and better authentication techniques.
The problem whether a website offering goods or services for sale constitutes an offer or not, is not restricted to electronic communications and websites, but The use of internet trading has taken this problem a step further though, because many websites are interactive and allows customers to order goods almost instantaneously. The problem only really comes to the fore where the website or advertisement contains an error detrimental to the website trader, for instance where the website inadvertently displays a mistaken price.
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Practically therefore it will depend on the actual wording and construction of the website or communication whether it is merely an invitation or actually an offer. This is a sensible approach which is in accord with the accepted approach to this problem.
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In line with the principle of party autonomy, a web trader can choose which approach it wishes to follow by explicating stating its intention in the communication or on the website. Accordingly web traders should take care that their website does not convey a wrong impression. The simplest method is be clearly stipulating the contractual process to be followed in its standard terms of agreement which should be available online. Accordingly any risks involved in the sue of such automated systems rest with the party using that system. For instance, if the automated system malfunctions and orders an excessive amount of goods, the seller will be entitled to rely on the validity of that order unless its reliance under the circumstances would be unreasonable.
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The legal validity or enforceability of such erroneous messages can still be challenged, not on the ground that it is an automated system, but on traditional grounds of mistake or lack of consensus. These grounds will depend on the applicable legal system, which in many instances could be the provisions of the CISG. In this regard article 8 of the CISG stipulates that statements made by a party are to be interpreted according to that party's intention where the other party knew or could not have been unaware of what that intention was. What a party knew will depend on the particular circumstances and subjective knowledge of the party.
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The provisions of article 12 must be read with the provisions of article 14 which deals with errors in electronic communications. Article 14, however, is restricted to situations where a natural person interacts with an automated system. It will therefore not be applicable to transactions such as EDI transactions where both parties are employing automated systems. In terms of this provision natural persons who have made an error in the data message sent, are entitled to withdraw that message and will not be bound by that part of the message.
If the subjective intention cannot be established or be attributed in that manner, the statement must be interpreted according to the understanding of a reasonable person of the same kind and in the same circumstances. In determining the intent of a party or the understanding a reasonable person would have had, due consideration is to be given to all relevant circumstances of the case including the negotiations, any practices which the parties have established between themselves, usages and any subsequent conduct of the parties.
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• The automated system must have lacked a method or technique whereby the natural person could review and correct any messages.
Therefore, if a system is set up whereby it requires the natural person to There are a number of requirements before this provision applies:
83/115 review the whole transaction and to confirm its correctness, the natural person will not be able to retract any mistakes.
• The natural person must notify the other party as soon as possible of the mistake after he or she has become aware of the mistake.
• The natural person or the party for whom he or she was acting must not have received a material benefit from the transaction.
Finally article 14 preserves the rights of redress of the innocent party to hold the other party responsible for damages arising due to the mistake or misstatement. Whether such liability arises or is available will depend on the particular applicable domestic law.
The risks of erroneous messages, especially in EDI transactions need to be specifically addressed in the interchange agreement between the parties or the applicable standard terms and conditions. Such systems should also make provision to deal with unusual communications (for instance orders which vary considerably from the usual volumes ordered or to be expected) for individual human vetting. The absence of such mechanisms may make it difficult for a party to rely on the erroneous communication of the other party, because it may be deemed to be unreasonable.
The approach followed in article 14 is a sensible one having consideration to the environment in which it is to operate, that is, outside the realm of consumer contracts where more stringent requirements may be necessary.
5.9
Availability of terms and incorporation: article 13 
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UNCITRAL first dealt with the legal validity of electronic communications and transactions in the Model Laws it developed in 1996 and 2001. However, these instruments were aimed at providing guidance for the development of domestic law and not international trade law. The UNECIC is specifically aimed at filling that gap. Its provisions were drafted with other conventions such as the CISG specifically in mind and there seems to be a good integration between the provisions of these two instruments. Many of the provisions of the UNECIC draws on the provisions of the very successful CISG and accordingly guidance can be gained from the way in which the CISG has been applied and discussed in case law worldwide as well as various academic commentaries. The Secretariat Commentary provides a further valuable aid for the interpretation of the Convention.
The provisions of the UNECIC on the whole seems to provide clear and sensible solutions which is in accordance with accepted approaches to the legal issues caused by these new technologies worldwide and should go along way to provide the necessary legal certainty aimed at. Whether the UNECIC will emulate the success of its older cousin, the CISG, will only be revealed in 
