Abstract-the dynamic topology of a mobile ad hoc network poses a real challenge in designing the routing protocol. This paper examine through simulation the fundamental factors, mobility models and transmission power which have a major impacts on the performance of position based routing protocols. We analyse the effect of the transmission power of on the performance of protocols under two different mobility models. Using OPNET simulation tool, results show the evaluation and performance of the proposed protocol under a unified simulation environment for different scenarios.
I. INTRODUCTION Mobile ad hoc networks (MANETs) is one of the potential upcoming technologies that can support advanced packet services and real-time applications, which also become one of the most innovative and challenging area of wireless networking.
In MANETs, mobile nodes (MNs) operate as routers and end-system connecting points in order to forward packets while moving about, change location frequently and also organize themselves into a temporary 'ad-hoc' network. Because of this, MANETs can offer a larger degree of freedom at a considerably lower cost than other networking solutions. Special routing algorithms are often needed to accommodate changing topology. So far, method for determining the efficient routing paths and delivering messages in an ad hoc environment where the network topology changes has yet to receive much attention. New prototypes are needed to describe the mobile ad hoc feature of wireless networks; and new algorithms are required to effectively and efficiently route data packets to mobile destination in order to support many of multimedia applications. In order to evaluate routing protocol performance.
in MANET, the protocol should be tested under realistic conditions on real time basis such as arbitrary obstacles, a sensible transmission range, limited buffer space for the storage of messages, representative data traffic models, and realistic movements of the MNs (i.e. a mobility model) [3, 6, 17, 24] .
II. RELATED WORKS
Mobility Models (MMs) is the foundation of simulation study on various protocols in MANET. Extensive research has been done in modelling mobility for MANETs and many MMs have been proposed in the literature [4, 7, 8, 15, 22] . Comprehensive MMs survey was carried out by Su et al. [13] . A Study by Coroson et al. [1] examined the Routing Protocol Performance Issues and Evaluation Considerations. In this paper, the advantages and limitations of the protocols were examined and expressed as qualitative and quantitative attributes. Paper [15] evaluated the MANET routing protocol AODV under different MMs. In this paper only topology based routing protocols were considered.
Paper by Malarkodi et al. [27] gives a more detailed classification in four categories: temporal dependency, spatial dependency, geographic restriction and hybrid characteristic. In this paper, it emphasises that the results of simulative performance evaluation strongly depends on the models used. Bettstetter et al. [20] examined the spatial node distribution of the random waypoint mobility model. The goal was to define MMs based on motion matrices class and the impact of these metrics on routing performance. Paper [29] investigated throughout simulation the impact of unidirectional link on topology based routing protocols. It indicates, the power control affects the performance of the network layer.
Paper [30] studied the impact of transmission range and Mobility on routing protocols over Ad Hoc. This study was carried out only on topology based routing protocols. Anew routing scheme was proposed to find an optimal path during the routing discovery phase. It is assumed MNs will have alternate Simulation study on the impact of the transmission power on the performance of routing protocols under different Mobility Models path to the source in case of failure. It highlighted the results of performance evaluation fluctuate, depending on the models used.
In this research, we investigate through a simulation the impact of the transmission power on the performance of position based routing protocols under different MMs (Dependent and Independent). The impact of transmission power and MMs, on position based routing protocols in MANETs have not been considered before. One of our contributions is investigating the correct adjustment of the MN radio transmission range in order to achieve connected MANETs.
This research also provides practical significance for the simulation study of MANET routing protocols and the design and improvement of MMs. This research is organized as follows. In section 3, a brief description about the positions based routing protocols in our performance evaluation. In section 4, we present the MMs in our performance comparison. In section 5, deeply analyses how the main parameter of the transmission power and MMs, impacts on the performance of routing protocols. In section 6 details of the simulation and results are given. In section 7 the conclusion and future works are discussed.
III. POSITION BASED ROUTING PROTOCOL
Position based algorithms overcome the problem related to the maintenance of the routing table in connection oriented algorithms [2, 5, 26] , where the performance degrades quickly when there is an increase in the number of MNs or the speed. Position based routing algorithms eliminate some of the limitations of topology based routing by using geographical information about the MNs to make decision about routing packets. This position information is obtained by position service and location service. If a MN wants to send data to a destination node, it will make routing decision based on the destination and the positions of the source one-hop neighbours. Consequently, position based routing protocols do not require route establishment or maintenance. Position information only needs to be distributed in the local area.
A. Greedy Perimeter Stateless Routing
Greedy Perimeter Stateless Routing (GPSR) proposed by Karp and Kung is a position based routing algorithm [8] . GPSR makes greedy forwarding decisions using only information about the position of immediate neighbours in the network topology. Packets are forwarded to the next-hop node which moves the packet to a nodes which most close to the position of the destination.
By keeping only local topology information, GPSR scales better than topology based routing as the number of network destinations increases. If the packet reaches a region where greedy forwarding is impossible, the algorithm enters into recovery mode by routing around the perimeter of the region [1, 4, 8, 19] . The GPSR protocol is a routing protocol that is often used to establish routes in MANET or sensor networks.
However, for it to operate effectively, it is a requirement that all MNs assist each other. However, such a process would be unlikely to perform efficiently in MANET. The disadvantages of GPSR are the control overhead and slow recovery process [4, 8, 17, 25] .
B. Local Area Dynamic Routing protocol
In the previous work, Local area dynamic routing protocol (LANDY) [10, 14] localises routing information distribution in the one-hop range. Thus LANDY Fig.1 will reduce the control overhead, simplify routing computation and save memory storage. Each MN in the network needs to maintain the local status of its MNs neighbours only. For each connection, a MN gets order of query packets (Ni). The number of neighbour MNs (Ni) may increase or decrease based on the movement of MNs within the local region. Therefore the distribution of the MNs within a region for the network state is S(n) in the worst case scenario.
FIG 1. LANDY ROUTING PROTOCOLS
The MN updates its locomotion components (LC) through position service (e.g. GPS) periodically in LANDY. The MN broadcasts its Mobile code identifier (MCID), Cell code identifier (CCID) and LC in a HELLO message periodically. Data packets are marked with the LC of the sender and the destination, so that the receiving nodes are able to update the neighbour's locomotion information upon receiving the data packet. The MN does not flood the HELLO message. Thus, the LANDY routing protocol reduces the control overhead and simplifies the routing computation. The HELLO message broadcasting mechanism makes all nodes aware of their neighbours' locomotion information. Each MN periodically broadcasts a HELLO message to its one-hop neighbours, with its MCID, CCID and LC. The HELLO message inter-arrival time is jittered with a uniform distribution to avoid synchronization of neighbours' HELLO messages that could result in conflict. Each MN updates its locomotion table (LT) of neighbours when it receives a HELLO message.
The LT associates an expiration value with each entry. If the node does not receive a HELLO message from a neighbour within the expiration time, it removes the neighbour from the table. 
IV. MOBILITY MODELS IN MANET
MMs designed to represent the motion of MNs, and how their location, velocity, acceleration changes over time. MMs used to evaluate the performance of ad hoc network protocols. Since the performance of protocol depends on the mobility model, it is important to choose a suitable model for the evaluated protocol. Generally, there are two types of MMs used in the simulation of wireless networks; Independent -Entity Mobility Models (IEMMs) and Dependent -Group Mobility Models (DGMMs). In IEMMs a node's movement does not control
A. Gauss-Markov model
Gauss-Markov model (GMM) is a model that uses one tuning parameter to vary the degree of randomness in the mobility pattern. GMM was designed to adapt to different levels of randomness via tuning parameters [3, 15] . GMM is a different model from Random Waypoint in terms of velocity management. In this model, the velocity of MN is correlated over time and GMM random process. GMM random process satisfies the requirements for both Gaussian processes and Markov processes. The velocity of MN at time slot t is dependent on the velocity at time (t -1).
Therefore, GMM is a dependent mobility model where the dependency is determined by the parameter which affects the randomness of GMM process. By tuning this parameter, different mobility model can be created [20, 21] .
GMM creates movements, which are dependent on node's current speed and direction. The idea is to eliminate the sharp and sudden turns present in the Random Waypoint even by keeping a certain degree of randomness.
B. Reference Point Group Model
Reference Point Group Model (RPGM) represents the random movement of a group of MNs as well as the random movement of each individual MN within the group. RPGM is a group mobility model where group movements are based after the path travelled by a logical centre. RPGM used to calculate group motion via a group motion vector, group mobility. The movement of the group centre completely describes the movement of this corresponding group of MNs. Including their direction and speed. Individual MNs randomly move about their own predefined reference points whose movements depend on the group movement.
V. ANALYSIS ON IMPACT OF TRANSMISSION POWER AND MOBILITY MODELS
In order to explain how the transmission power and MMs impact on the performance of the MANET routing protocols, various predominance metrics used and performance discrepancies analysed in this section.
A. Simulation setup
We have chosen LANDY [10] , and GPSR [8] position based MANET routing protocols for performance investigation under different MMs. Both protocols were evaluated under GMM and RPGM using Optimized Network Engineering Tools (OPNET) v14.5.
OPNET is a well-established and highly professional product. It has being developed for almost 20 years. It is broadly held to be the state-of-the-art in network simulation. It has a lots of features and toolsets containing a packet format that defines protocols, a node model for specifying network component interface, a process model for concept of behavior of a specific network component, a project window for defining the topology of the network and several linkages, and a simulation window that is able to capture and/or display the results of network simulation.
The MMs are computed using C-code programs, whose results are imported into OPNET simulation models. Each node is then assigned a particular trajectory. The LANDY protocol is implemented in the OPNET as a process model in wireless MNs. The LANDY process model can be represented in a State Transition Diagram (STD). MN models were constructed that included OPNET standard IEEE 802.11 physical and MAC layers, as well as custom build process models to implement the LANDY protocol.
The traffic application is a traffic generator. This traffic generator starts at 10s during simulation. Every model has the mean speed changing from 10m/s to 30m/s with zero pause time. In all this patterns, 100 nodes move in an area of 1000m × 1000m for a period of 1200s, to avoid the effect of initializing and ending, we only gather the data between 100s -1100s.The error bars indicate 95% confidence intervals in all the scenarios.
Six sets of source and destination pairs were selected randomly from a group of 100 MNs. Constant bit rate (CRB), used to set the rate of the transmitted data packet, which is set to 8 packets /s, and the size of user datagram packet (UDP) is fixed to 512 bytes. The accurate adjustment of the MNs radio transmission power is key factor in the simulation. It allows the controlling of the network topology in MANET [9, 30] .If we increase the transmission power of a MN, this will result in higher range and consequently reach more MNs via a direct link. Otherwise if we set the power low, this might result in isolation without any link to other MNs.
We have configured the six sets with two different power levels Table 1 . Each set will cover various volume of unidirectional links. For example, set 0.1 represents 10% MN with low transmission range and 90% with high transmission range. This method will aid the performance investigation for scenarios with various volume of unidirectional links. The high level is assigned to MN with transmission range 300 m, and the low level is assigned to MN with 125 m transmission range. Due to the dynamic topology of the MNs, it is not possible to determine the exact number of links, which results in route repeatedly being assembled and breaks. The MAC radio propagation bit rate is set to 11 Mb/s with frequency operating at 2.422 GHz. Table 2 . represent the setting for MMs on both protocols. The unidirectional links results are shown in Fig. 1, Fig. 2 , Fig. 3 and Fig. 4 for LANDY, GPSR as a function of radio range in the 100-node scenarios, respectively. The result indicates that at higher speed, the probability of unidirectional links occurrences is higher.
Routes between the MN become unstable at higher speed, due to the dynamic topology and possibly break, leading to unidirectional links. The results shows that GMM generate more unidirectional links compared to RPGM on both protocols. At speed of 0 m/s crossing set 0 Fig.1, Fig.2,  Fig.3and Fig.4 , on both protocols, we have noticed a small number of unidirectional links generated. Due to the interfering by neighbour MNs which result in packet dropping. Also, with increasing the speed of the MNs, this will lead to link breaks frequently and resulting to interpretation as unidirectional links by both routing protocols. When the number of unidirectional links fluctuate at high rate mobility rate, the slight drop is due to the fact that the number of RREQ "Route Request" packet sent by the source node decreases, and it indicates that either the routing paths has been successfully constructed, or there exists more bidirectional links in the network than the unidirectional links. Also, low transmission range does not always provide an increase in number of unidirectional link, due to the impact of other factors such as the behavior of mobility model and speed MNs. The results of the average RREQ packet sent by each source MNs are shown in Fig. 5, Fig. 6, Fig. 7 and Fig. 8 for LANDY, GPSR as a function of radio range in the 100-node scenarios, respectively. The source MNs send RREQ at route discovery and recovery process of route failure on both routing protocols. Results indicates that, the higher mobility of MNs result in increasing the production of RREQ in the network. Which causes routing overhead. With speed increasing more over head is generating in both protocols. But LANDY have less overhead than GPSR. Also, by observing more simulation experiments, shows that more than 80% of routing packets in the network is created by the RREQ packet of MNs.
In general, the performance of GPSR drops with increasing number of nodes set with low transmission range, but LANDY perform well comparing to GPSR. Results also shows that, the impact of RPGM on routing performance is minimal, compared with GMM. Such performance is due to MNs closeness, which restricts movement to within a small area around the reference point. As a result, link connectivity increases, leading to less unidirectional links occurrences. On the other hand, MNs in GMM are uniformly distributed. Consequently, nodes are more vulnerable to form unidirectional link.
In addition, result shows with the speed increasing, each metrics is getting worse in some way. These results exist since the topology of the network is more unstable with the speed increasing. As a result of the RPGM model only has pause time in simulation boundary and the MNs need to keep moving in the same direction until they reach the border of the simulation area. The metric in RPGM model is better than that of GMM model. The effects of the transmission power, and MMs on the performance metric of MANET routing protocols have been analysed. The simulation results indicate that even setting the same parameters, different MMs have a different impact on the performance evaluation of protocols. In contrast, the RPGM model provides some accurate motion with expectable speed and turning angle. Therefore, choosing an appropriate mobility model as well as setting appropriate parameters serve as the key role for protocol evaluation. It is found that Protocols that have link layer support for link breakage detection, are much more stable.
The performance of the protocols differs slightly during different network loads. A higher sending rate causes the protocol to detect broken links faster, thus reacting faster; this leads to a slight increase in control packets, which affects the byte overhead. The increased send rate also sets demands on the send buffer of the routing protocol.
