Abstract Micromobility protocols such as Cellular IP, Hawaii and Hierarchical Mobile IP are developed to solve problems of high handoff latency and control overhead, which occur when Mobile IP is used in combination with frequent handoffs. Up to now, tree access network topologies are considered to evaluate the protocol performance. However, for reasons of robustness against link failures and load balancing, extra uplinks and mesh links in the topology are desired. This article makes a classification of several topology types and gives a model that points out to which extent the topology influences the protocol performance in terms of handoff latency and handoff packet loss. Simulations confirm the results calculated by the model. Performance metrics such as load balancing, end-to-end delay and robustness against link failures are also evaluated. The study points to several shortcomings of the existing micromobility protocols for different topology types. Several aspects of the studied handoff schemes, their advantages and drawbacks are identified.
Introduction
For several years, the increasing popularity of the Internet and multimedia applications encourages people to use not only their mobile phones, but also their PDA's and laptops while moving from one place to another. The success of applications like e-mail, ftp, browsing the internet, video conferencing and network gaming will result in huge amounts of packet-based data traffic, exceeding the share of circuitbased voice traffic for which cellular telecommunication networks were originally designed. Although current networks (GSM, GPRS, UMTS [1, 18] ) also support data traffic, the data rates at vehicular speed are still limited, and, besides, the 3G-networks are very complex and cost ineffective [7, 10] .
Therefore, wireless networks evolve towards IP-based infrastructures to allow a seamless integration between wired and wireless technologies. But in contrast to wired networks, the user's point of attachment to the network changes frequently due to mobility. Since an IP address indicates the location of the user in the network as well as the end point of its connections, user mobility leads to several challenges. During the last years, much research is done in this area and several routing protocols are developed to support IP mobility. Mobile IP (IPv4 [12] , IPv6 [9]), which is standardized by the IETF, is the best known routing protocol that supports host mobility. Every time a mobile host moves within the area covered by another access router, it receives, in addition to its fixed home IP address, a second IP address (e.g. by DHCP). This variable second address is called care-of address and gives information about the current point of attachment of the mobile host. The mobile host must register this care-of address with its home agent in its home domain. This allows the home agent to map the home address to the corresponding care-of address. The home agent tunnels the data packets for the mobile host towards the registered careof address. Arriving at the care-of address, the endpoint of the tunnel, the data packets are delivered to the mobile host. Frequent registering clearly results in control overhead and a considerable handoff latency.
To solve the weaknesses of Mobile IP, several protocols like Cellular IP [19] , Hawaii [15] and Hierarchical Mobile IP [8] are proposed to support the movements within one IP domain. This kind of local mobility is called micromobility. As long as the mobile terminal resides in the same domain, the same care-of address can be used and other mechanisms realize the change of access router. A micromobility protocol restricts the control traffic, needed to update the necessary routing tables after handoff, to this IP domain. However, Mobile IP is still used to support macromobility, i.e. the movements from one IP domain to another. Although all these micromobility protocols are designed to work correctly irrespective of the topology of the IP domains, this topology has an important influence on the performance of those routing protocols, which is studied in this paper.
Existing studies of these micromobility protocols mainly contain detailed descriptions of the protocol mechanisms, classifications of these protocols and generic micromobility models [3, 17] . However, for the development of micromobility protocols, the access network is generally assumed to have a pure tree topology, rooted at a gateway and with branches towards the access routers. Therefore, existing simulation studies are limited to tree topologies [5] . The use of a pure tree topology and a single gateway results in an access network that is very vulnerable to link failures and to the risk that the gateway forms a bottleneck. As indicated in [13] and [14] micromobility protocols can have completely different performance results for more meshed topology types.
This article makes a classification of several topology types and presents a model to evaluate the influence of the topology on the handoff latency and handoff packet loss of the above mentioned micromobility protocols. Simulation results confirm the validity of the proposed formulae. Load balancing, end-to-end delay and robustness against link failures are also investigated through simulations. The study allows to point to the shortcomings of existing micromobility protocols when used in access networks that have not a pure tree topology. An overview of several mechanisms of the studied micromobility protocols, their advantages and drawbacks is presented.
The rest of this article is structured as follows. In Section 2, we shortly describe the topology of an all IP-based cellular network and we make a classification of possible access network topologies. Section 3 analyses the layer 3 handoff process in general and the location of the cross-over node during handoff for the studied micromobility protocols. A model is presented in Section 4, which expresses the influence of the topology of the access network on the performance of the micromobility protocols. Finally, simulation results are presented and discussed in Section 5. The simulation results are also compared with the values calculated by the model. Section 6 contains our concluding remarks.
Topology of the network

All IP-based networks
Wireless networks evolve towards all IP-based infrastructures. Most routing protocols that are developed to support IP mobility assume that the network consists of an IP-based core network and several IP domains. The connection between such an IP domain and the core network is performed by a special router, called the domain gateway. Every mobile host has one home domain, the IP domain where the mobile host normally resides. When a mobile host moves to a domain that is not its home domain, that domain is called its current foreign domain. In order to receive and to send data, a mobile host has to make a connection to the network via a router with a wireless interface, an access router. Figure 1 gives an illustration of this general network topology.
Access network topologies
The access network topology, i.e. the topology of an IP domain, has an influence on the performance of the micromobility protocols. In order to evaluate this influence, it is necessary to make a classification of possible topologies. To this end, every node of the access network is characterized by a number d, indicating the minimum number of hops needed to reach the domain gateway. Thus, for the domain gateway 
