In the telecoms industry, the need for standardised interfaces and independent network elements is of paramount importance, especially with the rapidly evolving 3G. In 3G telecoms systems, the number of network elements to be managed will increase compared to 2G. Investing in vendor and implementation independent network elements is crucial to minimise hardware, development and maintenance costs over the lifetime of a telecoms system. This paper will examine one technique to provide this independence through the design of the UMTS Network Element Provisioning Tool.
Introduction
The cost of rolling out a UMTS network has already run considerably high. The purchase of licenses to operate in certain radio frequency b ands has cost telecommunications operators billions of Euros to date. UMTS requires a completely new network infrastructure, which will cost further billions. Site location is a considerable issue, as UMTS requires more network access sites than GSM and may only be cost effective in urban areas.
Most licensing agreements signed by telecommunications operators and governing bodies contain explicit references to time scale of network rollout, percentage coverage and customer penetration. Intelligent, effic ient and cost effective solutions are required to meet these goals. Suppliers of equipment and network management solutions must continually investigate new and better ways to implement these solutions. This gives them a competitive edge in the tough telecommunications market. The UMTS Network Element Provisioning Tool prototype is being developed with these aspects in mind.
UMTS Network Provisioning Process
For UMTS this involves the initialisation and provisioning of UTRAN [1] devices, which are divided into Radio Network Subsystems (RNSs). An RNS consists of a Radio Network Controller (RNC) and a Node B. An RNC is in charge of controlling itself and the radio resources connected to it via Node Bs. Each Node B is responsible for radio transmission and reception in a set of cells. This hierarchy is illustrated in Fig 1. The Network Provisioning process involves the configuration of these UTRAN devices -i.e. the distribution of Configuration Management information across the network. The aim of Network Provisioning is the seamless configuration and installation of the logical (software) and physical (hardware) network. The process starts with a configuration and/or installation request from a network management process. It ends with the network being logically configured [2] . 
Requirements of the UMTS NE Provisioning Tool
The aim of this project is to provide operators with a tool to configure the logical and install the physical aspects of the UTRAN. Emphasis is be placed on minimising hardware development and maintenance costs over the lifetime of the product by the design and implementation of standardised interfaces and independent network elements using emerging technologies running over a steadfastly growing IP infrastructure [3] .
Other requirements include:
• Fast and reliable initial provisioning process for multiple NEs.
Efficient provisioning may be a deciding factor in achieving the percentage network coverage stipulated by 3G licensing requireme nts.
• Reconfigurable (rapidly evolving 3G network)
• Sustained management when client or server (NE) technology changes.
• Bulk configuration capabilities: Configuring 300 Node Bs per RNC on an individual basis is not desirable. Provisioning and initialisation updates will be propagated through the network.
Technologies Employed
The telecommunications industry to a large extent employs a range of protocols that vary from the overly simple, SNMP [4] , to the unwieldy complex, CMIP [5] . Running on varied platforms, these technologies and protocols are often incompatible. To provide for management interface standardisation and network independence, the following technologies were investigated.
JDMK -Java Dynamic Management Kit
The JDMK [6], a Sun product, allows management intelligence to be built into network devices using an interface that lists the attributes and operations that are exposed for management. The JDMK supports management protocols, such as SNMP. For the purposes of this project, the JDMK is used a) To provide an SNMP window into the UMTS manageable network elements. b) To administer control of the UMTS network element provisioning process via HTML protocol adaptor [sic] . This enables a web based graphical user interface used to control the updating of attributes remotely. [9] are at the pre-published stage, but have been widely accepted.
CORBA -Common Object Request Broker Architecture

LDAP -Lightweight Directory Access Protocol
LDAP [10] is a vendor-independent, open, platform independent, network protocol standard, which supports multi-vendor interoperability. It is a "lightweight" (smaller amount of code) version of Directory Access Protocol. It does not require the upper layers OSI stack, and runs over TCP/IP. In the telecommunications, LDAP could prove extremely useful. Vast amounts of inter-related data, from mobile subscriber billing parameters to element provisioning information. All of this data is stored in diverse databases. With LDAP, references to all information can be stored in a central location and organised by LDAP referral mechanisms.
In Fig.2 we can see the MCCM [11] ideas for incorporating these technologies. The benefits are:
• Platform independence • Language independence • Vendor independence • Means to shield clients and servers from changes in the technology. This will be achieved by means of plug-in adapters.
• Seamless operations. The network operator and network devices will be unaware of the complexity involved at lower level of the management solution.
• Fast and effective provisioning of network elements. This will be dealt with by employing the functionality of the technologies under investigation.
Fig. 2 Mobile Common Configuration Management diagram
Design of the UMTS NE Provisioning Tool
Design of the UMTS Network Element Provisioning Tool involves developing an architecture for provisioning the UTRAN devices discussed in section 2, UMTS Network Provisioning Process. The tool is designed to work in conjunction with a Network Manager or as a stand-alone tool. SNMP and HTTP interfaces are shown in Fig 2. The LDAP server manages the connection from the Network Manager to the RNC also seen in Fig. 2 .
The RNC is divided into two functional areas, a System server to cater for its own resources, and a Cells server to cater for Node B resources. The System will implement a CORBA server to manage its parameters. It will be identified using a unique RNC identification number. The Cells will implement a CORBA server to manage their parameters. Cells will be identified using a unique RNC identification number and a unique Cell number within that particular RNC. 
Provisioning Data Management
An LDAP server will provide the repository for the provisioning parameters implemented in both System and Cells CORBA servers. This will be the master copy. In order to provide capability for different server types to access this data for different purposes, a CORBA Plug-In is developed (see Fig 2) . The plug-in services requests from all CORBA servers and clients. The sequence diagram, Fig. 3 , shows the communications channels that are followed to provision an RNC.
Fig. 4 Provision RNC sequence diagram
In the sequence diagram Fig 4 above , the operator initiates the provisioning process. The updated configuration attributes are sent to the JDMK Network Manager, which formats the information and forwards it to the LDAP server. The LDAP server updates the configuration master copy and sends notification to the relevant plug-in that configuration management information is ready to download. The plug-in notifies the particular CORBA server running on a network element. Upon receipt of the notification, the CORBA System and/or Cells servers send out get requests to the LDAP server. New attributes are returned to the CORBA server running on a particular device. 
Technology Independence
In the design the JDMK client and the CORBA servers implemented at the network element level know nothing about how the other is implemented or used. All communication takes place via the LDAP server and the relevant plug-in provided. This is an advantage of the design as it provides technology independence from client to server. The client technology may be changed without impacting the server in any way. The opposite is also true. The CORBA servers think that the LDAP server is its client. The clients think that the LDAP server is its server. This places considerable burden on the LDAP server, but this is not an issue as LDAP is a proven technology. The CORBA Naming Service can be implemented easily in the LDAP server, so that all information is routed through that repository.
Conclusions
The UMTS Network Provisioning Tool demonstrates that the requirements of fast and reliable provisioning, together with sustained management capabilities when client/server technology changes, are both achievable and worthwhile. The use of proven CORBA and LDAP technologies reinforces the stability of the tool. Also
• Standardised interfaces were achieved through the use of standardised architectures, recognised methodologies and industrially proven products.
• Achieving standardised interfaces means that both the design architecture employed and network elements can remain independent.
• Network elements can be provisioned dynamically. This facilitates the centralised management of network resources.
• Network elements are reconfigured quickly, benefiting 3G network evolution.
These factors minimise hardware, development and maintenance costs over the lifetime of the UMTS Network Element Provisioning Tool, other network management products that may be integrated into the tool's design, and the 3G telecoms system it supports.
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