This paper presents a new semi-fragile algorithm for image tamper detection and recovery, which is based on region attention and two-sided circular block dependency. This method categorizes the image blocks into three categories according to their texture. In this method, less information is extracted from areas with the smooth texture, and more information is extracted from areas with the rough texture. Also, the extracted information for each type of blocks is embedded in another block with the same type. So, changes in the smooth areas are invisible to Human Visual System. To increase the localization power a two-sided circular block dependency is proposed, which is able to distinguish partially destroyed blocks. Pairwise block dependency and circular block dependency, which are common methods in the block-based tamper detection, are not able to distinguish the partially destroyed blocks. Cubic interpolation is used in order to decrease the blocking effects in the recovery phase. The results of the proposed method for regions with different texture show that the proposed method is superior to non-region-attention based methods.
Introduction
Watermarking can be categorized into fragile, semifragile and robust watermarking [1] . In fragile watermarking, the embedded watermark will be destroyed after both of intentional attacks (such as image cropping, image copymove forgery, and other image tampering operations) and unintentional attacks (such as image compression and image enhancement operations) [2, 3, 4, 5, 6] . So, this type of watermarking is suitable for authentication of image. Robust watermarking is robust against both of intentional and unintentional attacks [7, 8, 9] . So, this type of watermarking is suitable for copyright protection. Finally, semi-fragile watermarking is robust against unintentional attacks and also is fragile against intentional attacks and it reveals the tampered locations [10, 11, 12] . Given that on the Internet, operations such as image compression, image quality enhancement, communication noise and image tampering are common, so it is need to semi-fragile watermarking for authentication and recovery of the tampered image. For recovery of the tampered image, an image digest must be created and embedded as a watermark in the original image. The watermark embedding and tamper localizaion must be imperceptible and precise, respectively, and finally, the tampered regions must be recovered with high quality.
So far, many fragile watermarking methods have been proposed for tamper detection and recovery but the number of semi-fragile watermarking methods are not so much, because there are some constraints in semi-fragile watermarking such as the limitation of robust locations for embedding. The structure of this article is as follows. The related works and the proposed method are described in sections 2 and 3, respectively. Also, the experimental results and the conclusions are described in sections 4 and 5, respectively.
Related Works
In this section, state-of-the-art methods are reviewed that focus on the semi-fragile image watermarking for tamper detection and recovery.
In [13, 14] , two semi-fragile image watermarking methods for tamper detection and recovery are proposed, which the main embedding algorithm of them are similar. In [13] , two watermarks are created for tamper detection and recovery, separately. But in [14] , just one watermark is created for both purposes. Therefore, the watermarked image quality has improved because the size of watermark is smaller and the amount of change in the original image is less. In [13] , the authentication watermark is created using a key randomly and the recovery watermark is created using some low frequency coefficients of DCT transform of the original image. These two created watermarks are compressed using Haffman codding and then to increase the robustness the BCH error correction coding is applied on the compressed watemarks. In both of [13] and [14] metods, the watermark information is embedded in detail sub-bands of Integer Wavelet Transform (IWT) of the original image. The group quantization of coefficients is used as the embedding method. The robustness and quality of the recovered image are not high in these two methods.
In [15, 16] , two methods are proposed that the foundation of them are similar. In other words, method [16] is an enhancement on the quality of method [15] . In [15] , six bits are created randomly as the authentication watermark for each 8 × 8 block. Each 8 × 8 block is divided into four 4 × 4 sub-blocks, and the average values of gray levels of sub-blocks are used as recovery watermark. The authentication watermark is embedded into the low-frequency coefficients of DCT transform of a paired block, which the paired block is in a different place. The four average values of recovery watermark are embedded in the middle frequency coefficients of DCT transform of a paired block. Embedding method for authentication watermark is quantization and for recovery watermark is substitution in the coefficients. Novelty of method [15] is in recovery phase. The four average values are extracted and modified using linear regression in order to make the DC0 and three low-frequency coefficients of an 8 × 8 zero blocks. After that, the inverse DCT is applied on the created 8 × 8 block.
The robustness and quality of method [15] is high but it has the blocking effects. The mothod [16] has tried to solve the blocking effects using a linear optimization mechanism and the estimation of the lost coefficients in a DCT transform. The results of mothod [16] are much better than the results of mothod [15] .
In [17] , a block-based method is proposed, which the image is divided into 16 × 16 non-overlapping blocks and the average value of each block is calculated. Five most significant bits (5-MSB) of each average value are used as the recovery watermark for each block. In this method onesided circular block dependency is used in the embedding and tamper localization phases. Look back to the previous block in the circular dependency is used for increasing the localization power. The detail sub-bands coefficients of the second level of IWT transform are used as the place of embedding. The quantization of maximum value in a group of coefficients is used as the embedding method. The quality of recovered regions for the tampered image is about 20 dB based on the PSNR measure. The localization power is reported near to zero based on the false rejection (FR) and false acceptance (FA) measures. This method has a high robustness against to unintentional attacks.
In [18] , a method is proposed that is based on compressive sensing. The compressive sensing is used for estimation of the missed coefficents. In this method, low frequency coefficients of 4 × 4 blocks are embedded into LH1 and HL1 sub-band of DWT transform using the substitution embedding method. Robustness and the quality of the recovered image are acceptable.
In [19] , a method is proposed that is based on random sampling and image inpainting. In this method, some lines of pixels are selected in random directions and then the DCT transform of each line is calculated. Some lowfrequency coefficients are used as recovery watermark and are embedded in the middle-frequency coefficients of blocking DCT using the quantization based embedding method. In this method, inpainting is used for each pixel or region that there is no information about it. Robustness of this method is high but the quality of the recovered image is not high.
In [20] , a method is proposed in which the halftone image of two-level IWT is used as recovery watermark. The authentication watermark is created using a key randomly. The recovery watermark is embedded in LH1 and HL1 sub-bands and the authentication watermark is embedded in LH2 and HL2 sub-bands, respectively using dither-QIM embedding method. Quality of recovered image is not high because the halftone image is created using two-level IWT and a Gaussian kernel convolution is used for calculation of inverse halftoning.
In [21] , the average value of each block is calculated and then it is normalized using some calculations to be suitable for substitution embedding method in detail sub-bands of DWT transform. The novelty of this method is embedding the decimal values using the proposed calculations.
In [22, 23, 23] , three methods are proposed for the protection of a special region of an image. In all these papers the image is categorized to the region of important (ROI) and the region of background (ROB). In paper [22] , the ROI and ROB are determined manually. But, the papers [23, 23] are used for protection of face or faces in the image and the detection of faces are automatically using face detection algorithms. Recovery watermark is calculated from the ROB region and it is embedded into the ROI region. Quality and robustness of these methods are high because the protection is just done on the ROI region.
As seen in the related works of this section, the amount of extracted bits for all regions of the image is equal. Although, some papers such as [22, 23, 24] have paid attention to the amount of extracted bits for the special ROI regions. Aside from the amount of extracted bits for different regions, the embedding regions is another important problem that is not taken into consideration by the state-of-the-art methods. So, in this paper, the original image is categorized into three regions automatically based on the texture of the image. The amount of extracted bits for each block in different regions is various and the extracted bits for each block in a region is embedded into a different block in its region. Also, a two-sided circular block dependency is proposed in front of the one-sided circular block dependency in [17] , which the two-sided circular block dependency has some advantages over the one side circular block dependency.
Proposed Method
The proposed algorithm is made up of four subsections. Information extraction and embedding algorithms are described in subsection 3.1. Then, the tamper detection and tamper recovery algorithms are described in subsections 3.2 and 3.2, respectively. Diagram of the information extraction and the embedding phase of the proposed method are shown in Fig. 1 , which each part of it will be explained in detail in the sub-sections.
Information Extraction and Embedding
In this method, the original image is divided into 16×16 non-overlapping blocks and the standard deviation of each block is calculated. Then, all the standard deviations are normalized and they are categorized into three types using two experimental thresholds T h 1 and T h 2 . For normalization of the standard deviation values the Eq.1 is used, which X, X min and X max are the current standard deviation, minimum value and maximum value between all of the standard deviation values, respectively. In this situation, all blocks of the image are categorized into one of the smooth, normal or rough types. Categorization result of blocks according to the texture is shown in Fig.2 .
In this method, each smooth, normal and rough block is divided into 1, 4 and 9 sub-blocks, respectively. Then, the average value of gray level for each sub-block is calculated. Also, regardless of the type of blocks, the average value of gray level is calculated for all 16 × 16 blocks and five the most significant bits (5-MSB) of the average values are calculated for use in embedding phase. The block dividing operation into its sub-bands is shown in Fig.3 .
Pairwise block dependency is used for the blocks whose type is normal or rough. It is important that the information of a normal block must be embedded into another normal block and the information of a rough block must be embedded into another rough block. As seen in Fig.3 , each normal and rough block must maintain 20 bits and 45 bits, respectively, for its pair dependent block. The pair dependent blocks must be far from each other. For this purpose, a random block is selected from normal blocks and then the furthest block to the selected block is found, which this far block is not paired with any other blocks. The similar operation must be done for all normal and rough blocks.
As mentioned before, 5-MSB bits is calculated for all 16 × 16 blocks and these bits will be used for tamper detection in all blocks and tamper recovery in the smooth blocks. According to this fact that these 5-MSB bits of the average values are important in tamper localization, so the blocks must have a sufficient distance with their dependent blocks. For this purpose, a block distance structure is proposed, which is shown in Fig.4 . Using this block distance structure, each block has a minimum and maximum distance with its dependent blocks. In this structure, four main areas (A, B, C and D) are considered for the original image, which each area have four dependent sub-areas.
For tamper localization, each random block of A1 subarea keeps 5-MSB bits from a random block of A4 sub-area and 5-MSB bits from a random block of A2 sub-area. The A4 and A2 are previous and next dependent sub-areas with A1 sub-area. The two-sided circular block dependency between blocks is shown in Fig.5 . There is similar block dependency for other blocks in other sub-areas in B, C, and D areas. This dependency is more powerful than the pairwise block dependency and the one side circular block dependency, in the tamper localization phase.
This method needs to know the type of each block in the tamper detection and recovery phases. So, the smooth, normal and rough block types are shown by binary bits "01", "10" and "11", respectively. In this method, the block type of four corresponding blocks, in four related sub-areas, are concatenated and 8 bits are created for them. Then, four copies of these 8 bits are embedded in the random location of the four related sub-areas. These four copy of block types will be used in a voting mechanism in tamper detection and recovery phases. The 8 bits creation operation is shown in Fig. 6 .
So far, each block (with smooth, normal or rough type) must maintain 10 bits for two side circular block dependency and 8 bits for determining the block's type. Furthermore, normal and rough blocks need to maintain 20 and 45 bits, respectively for their pairwise dependency. Thus, each smooth, normal and rough block needs to maintain 18, 38 and 63 bits, respectively.
The calculated bits for each block is embedded in first approximation sub-band (LL1) of Integer Wavelet Transform (IWT) of each block using Quantization Index Modulation (QIM) method that are shown in relations 2 -4. For embedding in each block, 18, 38 and 63 coefficients of LL1 sub-band are selected randomly for smooth, normal and rough blocks, respectively. In these relations C n is the selected coefficient for embedding andC n is the embedded coefficient. Also, w n is one of the watermark bits. After any tamper in the watermarked image, the proposed algorithm needs to find the tampered blocks and the type of all blocks and finally recovering the tampered blocks, which these phases are described in the following subsections.
Tamper Detection
As mentioned in the previous section, 10 bits are embedded in each block for previous and next dependent blocks using two side circular block dependency. These 10 bits consists of 5-MSB bits for the average gray level value of the previous dependent block and 5-MSB bits for the average gray level value of next dependent block. Relation 5 is used in order to extract these 10 bits for each block from the coefficients of LL1 sub-band.
In this step, the status of each block is defined by healthful block, fully destroyed block or partially destroyed block. The status of a block is healthful if the 5-bits generated from the average gray level value of current block be extractable from at least one of the previous or next dependent blocks and also the 5-MSB bits generated from the average gray level value of the previous and next dependent blocks be extractable from the current block. The status of a block is fully destroyed if the 5-bits generated from the average gray level value of current block not be extractable from both of the previous and next dependent blocks and also the 5-MSB bits generated from the average gray level value of the previous and next dependent blocks not be extractable from the current block.
The status of a block is partially destroyed if the 5-MSB bits generated from the average gray level value of the previous and next dependent blocks not be extractable from the current block and also the 5-bits generated from the average gray level value of current block be extractable from at least one of the previous or next dependent blocks. The pairwise block dependency or the one-sided circular bock dependency in [17] are not able to distinguish the partially destroyed blocks. This type of distinguished blocks increases the accuracy of tamper localization and recovery algorithms. Making decision operations on the status of exemplary block B in Fig.7 , are shown in relations 6 -8. In these relations, the meaning of Gen B is 5-MSB bits generated from the average gray level value of current block B. Also, Ext B1 and Ext B2 are the extracted 5-MSB information bits from block B that are corresponding to the average gray level value of block A and C in embedding phase, respectively. Figure 6: Concatenation of block types ("01" for a smooth block, "10" for a normal block and "11" for a rough block) for corresponding blocks of four sub-areas.
Status(B) is Healthful if:
{(Gen A == Ext B1 ) (Gen C == Ext B2 )}(6)
Status(B) is Fully Destroyed if:
Status(B) is Partially Destroyed if:
Figure 7: Making decision operations on the status of exemplar block B.
Make Decision On Blocks Type
As mentioned in subsection 3.1, for four corresponding blocks in four sub-areas A1, A2, A3 and A4, eight bits of types are concatenated and four copy of these eight bits are embedded in random locations of four sub-areas A1, A2, A3 and A4. Type detection of each block is done by voting on the four copy of eight bits. There are two states for voting. The first state is for partially or fully destroyed blocks and the second state is for healthful blocks. In the first state, the votes of other three blocks are gathered for current block type decision. In the second state, the vote of the current block and two other healthful blocks in other three sub-areas are used for current block type decision. So, these two states try to use just healthy blocks in making the decision on the block's type. (Fig. 2) ; 4 Dividing the smooth, normal and rough blocks into 1, 4, and 9 sub-blocks, respectively (Fig. 3) ; 5 Extracting 5-MSB bits from the average gray value of each sub-block and making 20 and 45 bits for normal and rough blocks, respectively; 6 Extracting 5-MSB bits of the average gray level value for all 16 × 16 blocks; 7 Concatenation the 5-MSB bits of the previous and next dependent blocks for each block (Fig. 5) ; 8 Generating 8 bits from four corresponding blocks type for each block (Fig. 6 ); 9 Finding a far pair block for each normal and rough block with the same type; 10 making 18, 38 and 63 bits using the results of steps 5, 6 and 7 for each smooth, normal and rough block, respectively.; 11 Embedding the extracted bits for each block in the LL 1 sub-band of IWT transform of block using the QIM method in Eq. 2 -3.
Tamper Recovery
After detecting the type of the exact block and tampered blocks, there is need to extract the embedded information bits of smooth, normal and rough blocks. As seen from the previous subsections the information bits of smooth blocks are embedded in the previous and next dependent blocks using the two side circular block dependency. For a tampered smooth block, its corresponding information bits must be calculated from a not destroyed dependent block. Also, the paired block of each normal or rough block is in a random far location with the same block type. So, in this step, the paired block of each normal and rough block must be found and then the embedded information bits (20 and 45 bits for normal and rough blocks, respectively) must be extracted. As mentioned in the subsection 3.1, the information bits for each block are embedded in the LL1 sub-band of the corresponding block IWT transform and must be extracted using the relation 5.
So, in this step, 20 bits are calculated for four sub-blocks of each normal block and 45 bits are calculated for nine sub-blocks of each rough block. Every five bits of 20 or 45 bits are the 5-MSB bits of the average gray level value of a sub-block. So, the binary value "100" is appended to the LSB bits of these 5-MSB bits in order to form an eight 6 bits binary value and the decimal value of the eight bits binary value is used as the average gray level value of each sub-block.
Each smooth, normal and rough block is consist of 1, 4 and 9 decimal values, respectively. In this method, for recovery of tampered blocks, the cubic interpolation is applied to the calculated decimal values for sub-blocks. In order to increase the benefits of cubic interpolation, the contents of smooth and normal blocks are reformed to the form of the rough block as shown in Fig.8 . The reformation and cubic interpolation are done on the whole of tampered image blocks. These operations combine the neighbor subblocks and blocks, which decrease the blocking effect in tampered regions. 
Experimental Results
For evaluation of the proposed method twenty 512 × 512 standard gray images are used, which are selected from the USC-SIPI image database [25] . Some of the standard images of this database are shown in Fig. 9 . For evaluation of robustness, the JPEG and JPEG2000 compressions and copy-move attacks are applied to the watermarked image.
Peak Signal to Noise Ratio (PSNR) is used for evaluation of the visual quality of the watermarked image and the recovered image. This criterion compares pixel by pixel similarity between the original image, watermarked image and recovered image and is defined as Eq. 9.
(9) In Eq. 9, f (m, n) is the original image, f w (m, n) is the watermarked (or recovered) image and N f is the number of pixels in image.
Another visual quality measure that is used in this paper is Structural Similarity (SSIM), which the structure of the image is considered in it. The values of SSIM measure is in the range [0,1], which 0 is the minimum similarity and 1 is the maximum similarity.
(a) House Figure 9 : Some of the standard images of USC-SIPI image database [25] . 
(e) (f ) (g) Figure 11 : Tamper detection steps on the Lena standard image. ÙŚFig.11a is the watermarked image with PSNR=35.20 dB. Fig.11b , shows the tampeded and JPEG compressed image with QF=50. Fig.11c , shows the three detected block types (black is the smooth block, gray is the fully destroyed block, white is the rough block). Fig.11d , shows the conversion of partially destroyed block to fully destroyed block if they have continuty. Fig.11e , shows the blocks that do not have any role in the continuing tamper detection process. Fig.11f , shows the continuous partially destroyed blocks and fully destroyed blocks independently. Fig.11f , shows the tamper deteted blocks after filling the hole and contour blocks (FR=0% and FA=3.2%).
Another visual quality measure that is used in this paper is Structural Similarity (SSIM), which the structure of the image is considered in it. The values of SSIM measure is in the range [0,1], which 0 is the minimum similarity and 1 is the maximum similarity. Figs. 11 and 12 . The Fig. 13 shows the summary of the tamper detection steps for some of the standard images. In these examples, the size of the tampered region is considered 160 × 160 (equal to 100 blocks) and the JPEG compression power that is applied to the watermarked image is QF=50%. In  Fig.11c , the three detected block types (black is the smooth block, gray is the fully destroyed block, white is the rough block) are shown. The Fig.11d , shows the conversion of the partially destroyed block to fully destroyed block if they have continuity. This continuity between the partially destroyed block and the fully destroyed blocks can be either directly or through some intermediate partially destroyed blocks. The Fig.11e , shows the blocks that do not have any role in the continuing of tamper detection process. Separation of partially destroyed blocks and fully destroyed blocks has enabled us to remove some not tampered blocks in the later steps of tamper detection. This step does not exist in the method [17] because in that paper is not any difference between partially destroyed block and fully destroyed block. , Figure 12 : Tamper detection steps on the House standard image. ÙŚFig.12a is the watermarked image with PSNR=34.38 dB. Fig.12b , shows the tampeded and JPEG compressed image with QF=50. Fig.12c , shows the three detected block types (black is the smooth block, gray is the fully destroyed block, white is the rough block). Fig.12d , shows the conversion of partially destroyed block to fully destroyed block if they have continuty. Fig.12e , shows the blocks that do not have any role in the continuing tamper detection process. Fig.12f , shows the continuous partially destroyed blocks and fully destroyed blocks independently. Fig.12f , shows the tamper deteted blocks after filling the hole and contour blocks (FR=0% and FA=3.7%).
The Fig. 11f , shows the combined continuous partially destroyed blocks and fully destroyed blocks independently. And finally, the Fig. 11f shows the tamper detected blocks after filling the hole and contour blocks. A 3 × 3 neighborhood kernel is used for the filling operation. In the Fig. 11f the healthfull blocks (black color) who have more than two destroyed blocks (white color), are considered as destroyed blocks. The average value of tamper localization power, for the Figs. 11, 12 and 13, in terms of false rejection (FR) and false acceptance (FA) is 1.4% and 3.2%, respectively. These measures are reported near to zero in method [17] .
Recovery results for Lena image are shown in Figs. 14 and 15. Lena image is a good standard image that is composed of three regions (smooth, normal and rough). As shown in these figures, the smooth region (such as the body) is recovered with lower quality and the rough region (such as edges) is recovered with higher quality. The reason for this difference in the quality of regions is the difference in the amount of extracted and used information bits for the blocks of each region. The visual comparison between the proposed method and methods [16, 17, 18, 20] is shown in Fig. 16 . In these comparisons, the same region of the image is tampered and recovered. Also, the JPEG compression ratio is equal in the all of them. Due to the Fig. 4 and the distance between the dependent blocks, the proposed method is able to detect and recover a square 256 × 256 region of the image in the best case.
In Tables. 1 and 2 , a 256 × 256 region on the top-left side of the watermarked images is tampered and recovered in presence of a different ratio of JPEG compression and JPEG2000 compression, respectively. The quality factor (QF) of JPEG compression in these experiments are 100, 95, 90, 85, 80 and 75. Also, the compression ratio (CR) of JPEG2000 compression is represented by 1, 2, 3, 4, 5 and 6, which CR=2 implies that the output image size is half of the input image size or less. As seen from these tables the average PSNR value for the recovered region is 25.06 dB for JPEG compression with QF=80% and also is 24.88 dB for JPEG2000 compression with CR=5, which these results are high PSNR values. Applying the cubic interpolation on the reformed sub-blocks values, which is shown in Fig.8 , makes the proposed algorithm to be efficient in recovery of tampered regions in comparison with the state-of-the-art methods.
Also, the PSNR value after tamper detection and recovery on the 70 miscellaneous standard image from the USC-SIPI image database [25] is calculated. In this experiment, a random square portion (100 × 100) is filled with black gray level and then is detected and recovered. Also, this experiment is done in presence of JPEG compression with QF=80%. Also, The PSNR Value for the recovered portion of all 70 images is calculated. The mean and variance values of the PSNR are 24.27 dB and 27.35. Some image results are near 15 dB (not acceptable) because the proposed method is reliable in presence of JPEG compression with QF=85%-100%. The False Rejection and False Acceptance values of the proposed method are 2.5 and 2.8 percent in the average state.
Conclusions
In this paper, a new semi-fragile watermarking algorithm is proposed for tamper detection and recovery. Three main ideas that are proposed in this paper are region attention attitude, tamper localization method and the usage of cubic interpolation method in the recovery phase for solving the blocking problem. Region attention is defined as the extracting fewer information bits for the smooth region of image and more information bits for normal and rough regions of the image. Also, in order to provide more imperceptibility, the information bits extracted for each type of blocks are embedded in a dependent far block with the same type. Two side circular block dependency is proposed for increasing the power of tamper localization and solving the weakness of the pairwise dependency and the one side circular block dependency.
In order to recover the tampered regions, the average values of sub-blocks are extracted and used by cubic interpolation. So, a good combination is provided between sub-blocks and blocks. The PSNR measure for watermarked image and recovered region are 35.06 dB and 25.06 dB, respectively. Also, localization power based on the false rejection (FR) and false acceptance (FA) measures are 1.2 % and 3.4 %, respectively in the average state.
Usage of halftone image as the extracted information bits for each region can be considered as a future work. Figure 13 : Tamper detection results on some standard images. First column is the watermarked image. Second column is tampered image, which the size of tampered region is considered 160 × 160 and the JPEG compression power is considered QF=50%. Third column is the detection of three blocks status (Black is healthful, Gray is fully destroyed and White is partially destroyed).
Fourth column is the tampered region. Figure 14 : Fig.14a shows the watermarked image with PSNR 35.20 dB. Fig.14b shows the tampered region (176 × 176) and the JPEG compression power is QF=80%. Fig.14c is the recovered image with PSNR=31.12 dB. Fig.14d shows the magnified recovered region with PSNR=24.51 dB.
One of the most challenges in the usage of halftone image with the proposed framework is the adaptation and mixing the zero and one bits of halftone image in the neighbor blocks.
As seen from the visual results, the original image is divided into 16 non-overlapping blocks and each smooth, normal and rough block is divided into 1, 4 and 9 fix sub-blocks, respectively. So, as another future work, the quadtree or Q-tree structure can be considered for dividing each high texture block into more sub-blocks in front of fix sub-blocking. Figure 15 : Fig.14a shows the watermarked image with PSNR 35.20 dB. Fig.14b shows the tampered region (256 × 256) and the JPEG compression power is QF=80%. Fig.14c is the recovered image with PSNR=30.76 dB. Fig.14d shows the magnified recovered region with PSNR=25.43 dB.
(a) Proposed method (b) Method in [16] (c) Proposed method (d) Method in [17] (e) Proposed method (f ) Method in [20] (g) Proposed method (h) Method in [18] Figure 16: Visual comparison between the proposed method and methods [16, 17, 18, 20] . All images except for the image in Fig.16f are in presence of JPEG compression with QF=80%. The Fig.16f is in presence of JPEG compression with QF=85%. In  Figs.16a, 16b , 16e, 16f, 16g and 16h the tampered and recovered region are shown using red countour. Figs.16c and 16d are full recovery of image using the embedded information without any tampering.
