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 الآية
 لال تعالى :
 ع د  د   ِلت ْعل ُمواْ  م  ن اِزل   و  ل دَّر  هُ  نُورا   و  اْلم م  ر   ِضي اء الشَّْمس   ج  ع ل   الَِّذي ُهو   {
 } ي ْعل ُمون   ِلم ْوم   الآي ات ِ يُف ّصِ ل ُ بِاْلح  ك ِّ إِلَّ  ذ ِلن   ّاللُ  خ  ل ك   م  ا و  اْلِحس اب   الّسِ نِين  
 صدق الله العظيم     
 )5الآية ( سورة يونس                                                              
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Abstract 
    This research aims to find out, analyze and evaluate the applications that rely on 
algorithm matter. MATLAP was used to conduct Abenchmark test. Our test 
confirm that the new method converges at a higher order than the standard 
Newton's method. Additive arithmetic functions has played a major role in the field 
of cryptosystem, the well-known problem of computing discrete logarithms in 
finite fields has acquired additional importance in recent years due to its 
applicability in cryptography. Several cryptographic systems will become insecure 
if an efficient discrete logarithm algorithm were discovered. In this thesis we have  
analysed an ElGamal algorithm of encrypt/decryption system using discrete 
logarithms. It appears that in order to be safe from attacks using ElGamal 
encryption algorithm The value of a prime p for which GF(p)* is used in 
cryptosystem has been examined  very large and carefully chosen. 
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