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Today, the information security of the local tax administration network is heated 
issue in the electronics communication..Information technology construction and 
development of the local tax system became more important.At present. However, 
security issues become increasingly prominent when the Internet has brought 
convenience to our work. The tax administration as a national an important sector is 
the main source of state revenues, and an important part of the national economy. 
Their computer information involves a large number of state secrets. To prevent 
illegal theft, vandalism and tampering, ensuring the correctness and completeness of 
the information, ensuring information system security and continuous operation has 
become the prime objective of the tax system information security. 
Combined with development and reform of involved secret network, this 
dissertation works on the information data safety of the classified network on the 
different views, that includes information data separation, methods of storage, IP 
district division, backup and restoration, authentication, virus prevention and cure, 
electromagnetism revealing protection, safety audit etc. It puts forward that the safety, 
management and application should be associative and an overall practice project, 
which could attain the synthetic protective request primitively and lower the risk of 
data divulgence and destruction, can be gradually formed.An analysis has been made 
and the writer has tabled the concrete solution and improvement, made the applicant 
design modification, enlargement and perfection continuously on the basis of the 
actual circumstance of the writer’s corporation. 
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表 1-1  深层防护战略中的三要素 
要素 深层防御战略中的作用 备注 
人 
编制控制程序以及安全策略   物理安全防范 
提高安全意识组织技术培训   人身安全教育 













安全策略维护  CA 认证和证书授权 
密钥维护    安全体系维护 







































































轻型目录访问协议[5]（Lightweight Directory Access Protocol，LDAP）是一个
访问在线目录服务的协议。鉴于原先的目录访问协议（Directory Access Protocol，
DAP）对于简单的互联网客户端使用太复杂，IETF 设计并指定 LDAP 作为使用






人的 schema 被命名为 white pages schema。数据库中任何一个条目都会与若干个
对象类相联系，一个属性是否是可选的、它保存的信息的类型都有这个对象来决
定。属性的名字一般是一个字符串，如用 cn 作为通用名命名，而“mail”则表
示 e-mail 的地址。而属性的取值则依赖于它的类型，LDAPv3 中非二进制值一般
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