The deployment of femtocells in a LTE advanced system can extend the system coverage to include indoors. Unfortunately, an electromagnetic interference may occur among the femto users and the macro users in the case of co-channel deployment. A cognitive radio can be used to mitigate the interference among the femtocells and the macrocells. It is applied by allowing the femto users to be handled as secondary users of any other existing network. In this paper, the performance of the LTE advanced Femtocell is studied by using different detectors such as energy detector, cyclostationary detector, and matched filter detector, which is not clarified until now. Moreover, the analysis of these detectors is made. Comparisons among these detectors are carried out. Different wireless channel models, Additive White Gaussian Noise (AWGN) and fading channels, are implemented to verify the operation of the proposed LTE advanced Femtocell. Simulation results show that there is a tradeoff between a false alarm probability and the signal to noise ratio value of any detector to have a certain performance. Moreover, the performance of the cyclostationary detector and the matched filter detector is better than the energy detector especially at low signal to noise ratio values. Unfortunately, the cyclostationary detector performance is not satisfying when the fading channels are employed.
INTRODUCTION
A LTE advanced is a new broad band technology which has a data rate of 1 Gbps [1] . This data rate can be achieved through different techniques, which were discussed before in Ref. [2] . To extend the system coverage to include indoors, femtocells can be used. They are small base stations that emit low power in order to cover small range. These small base stations are preferable than other techniques to improve the system coverage [3] . Since the femtocells become an important technology, it is supported by standards of 3GPP [4, and 5] .
Femtocells usually share the spectrum with the macrocells in such a way that, the available spectrum is accessed by the macro users and the femto users. Therefore, an electromagnetic interference may occur among them. This spectrum allocation is called a co-channel deployment or a universal frequency reuse. This mutual interference can degrade the user's capacity. One of the methods, which are used to mitigate this interference, is applying the cognitive radio. The available spectrum is allocated to the macrocells and the femtocells are allowed to operate as secondary users at the spectrum holes of any other existing fixed policy wireless network. The femto users have to sense the wide band spectrum in order to allocate the empty slots within this spectrum. Spectrum sensing can be achieved by a lot of techniques. One of these techniques is the transmitter detection such as the energy detector, the cyclostationary detector, and the matched filter detector [6, 7, and 8] .
In this paper, the performance of the LTE femtocells is studied by using three different detectors which are not clarified in the published literature until now. The analysis of these detectors is made. Moreover, the performance is estimated after employing an AWGN channel and the fading channels. Also, comparisons among different spectrum sensing techniques are carried out. The spectrum sensing process of the cognitive radio is explained in Section 2. Subsequently, different models, which are used to represent the wireless channel behavior, are stated in Section 3. Finally, the simulation results are discussed in Section 4.
SPECTRUM SENSING TECHNIQUES
A spectrum sensing is the most important stage in the cognitive radio system. If it is not carried out properly, the cognitive system will not be successful [6, 7, and 8] . Assuming x(t) is the primary user signal and y(t) is the received signal at the secondary user receiver. The received signal at the secondary user can be considered as;
where H o denotes that the primary user signal is absent, and H 1 gives an indication of the signal presence. There are three parameters, which are used to evaluate the performance of any detector, and they are;  Probability of detection: the capability of the detector to detect a user, who is really active in a certain frequency band. This has a great role to mitigate the interference between the primary user and the secondary one.
Probability of false alarm: the detector indicates that the primary user is present but, he is really absent. This leads the spectrum to be wasted. 

Probability of missed detection: the primary user is active but, the detector indicates that he is absent. This results in a severe interference between the primary user and the secondary one.
where λ is a threshold value. Primary users can be detected using different methods, which will be explained through the following subsections.
Energy Detector
Estimation of the received signal energy is the basic principle of the energy detector. Figure 1 presents the energy detector in the time domain as in Ref. [9] . The filter selects the desired signals and neglects any signal or noise, which is out of the band. The filtered signal samples are squared to obtain the power of the signal. When the integrator is added, the signal energy can be calculated. The obtained energy is compared to a threshold value (λ) to decide, if a primary user is present or not. The received signal at the cognitive user can be expressed as;
The detection probability of the energy detector is given by;
where λ is the threshold value, γ is the signal to noise ratio, 2u is the number of samples, and Q M is the Marcum Q-function of order M. For any parameters such as α and β, it can be evaluated by;
where I M-1 (.) is the modified bessel function of (M-1) th order. The false alarm probability can be obtained by; ) ( 
The missed detection probability of the energy detector can be given by;
The energy detector has an easy design, need no priori information about the primary users' signals, and has a low computational complexity. On the other hand, the energy detector has several drawbacks such as; it has a high false alarm probability due to the noise uncertainty, it cannot distinguish among the primary users' signals, and it has a poor performance, when the fading channels and shot noise are implemented [6, 7, and 8].
Matched Filter Detector
When prior information about the primary user signal is present, the matched filter performance becomes very good. It has the ability to increase the signal to noise ratio, especially, at the sampling instant. Supposing that, the primary user signal is X(n) and Y(n) is a known replica at the secondary receiver, then the correlation function exists. The correlation function ) (x T , as assumed in Ref. [6] , is;
The false alarm probability, as discussed in Ref. [7] , becomes;
where β is the threshold value, N is the number of samples needed to achieve an optimum detection, σ 2 is the noise variance, and Q(x) is the standard Q function, which can be estimated by;
Since the matched filter maximizes the signal to noise ratio at the sampling instant, the maximum of the correlation function is considered to be at the sampling instant. Then, it is compared to the threshold value, which can be determined from the false alarm probability (Eq.13), to decide if the primary user is present or not.
The matched filter detector has a very good performance, especially, at low signal to noise ratio values, and very immune to noise. On the other hand, prior information about the primary user signal has to be available [6, 7, and 8].
Cyclostationary Detector
The cyclostationary detector can distinguish signals from noise, on the basis that the transmitted signals are periodic with a spectral correlation, but the noise is a random signal with no correlation. The signal is cyclostationary, if the mean and autocorrelation function are periodic;
where E is the expectation (mean), T 0 is the signal period. 
The signal becomes cyclostationary, therefore, the cyclic autocorrelation function exists, which can be expressed as;
where α is the cycle frequency, it may be the carrier frequency or its harmonics. The spectral correlation function is; Figure 2 shows the block diagram of the cyclostationary detector, as discussed before in Ref. [8] . FFT can be used to obtain the spectral components of the digital received signal. The average of the spectral correlation (Eq.18) is compared to a threshold value to decide if the primary user is present or absent. The spectral correlation function describes the relation among the signal samples separated by the cycle frequency [10] .
Fig 2: The block diagram of the cyclostationary detector [8]
The spectral correlation function is obtained and the summation of its components is normalized by the frame length K, and the maximum is compared to the threshold value d, which is a function of the false alarm probability. The maximum of the spectral correlation function (C) is compared to the threshold value. The false alarm probability can be expressed as [11, and 12 
where N is the number of samples needed to achieve an optimum detection. The cyclostationary detector has a good performance at low signal to noise ratio values, can differentiate among the primary users' signals. On the contrary, it is complex and needs a long observation time [6, 7, and 8] .
WIRELESS CHANNEL MODELS
The wireless channel behavior is not stationary but it becomes different from time to time. Wireless channel models can provide an acceptable approximation of the channel behavior. There are a lot of models that can describe the wireless channel behavior; such as the AWGN, Rayleigh fading, and Rician fading models, which are the most famous models of fading.
Additive White Gaussian Noise
It is the simplest model which can describe the wireless channel behavior [13] . A random signal is added to the transmitted signal to represent the channel effect. Suppose that x(t) is the transmitted signal, the received signal s(t) can be expressed as;
where n(t) is the noise signal.
Fading Channels
A multipath propagation and a Doppler spread are the main causes of fading [13, and 14] . The signal arrives to the receiver from different paths having different delays and different path gains. Moreover, these paths have different frequency shifts. These paths of propagation can weak the signal arrived at the receiver. The received signal is the algebraic summation of the different paths of propagation.
Rayleigh Fading Model
The Rayleigh fading can model the wireless channel, when there is no direct line of sight between the transmitter and the receiver. This fading model is usually used to describe the mobile channel behavior. The probability density function f(r) of Rayleigh fading is given by;
where r is the envelope and σ 2 is the variance.
Rician Fading Model (Nakagami-n model)
The existence of a strong dominant path between the transmitter and the receiver is the major difference between Rician and Rayleigh fading models. This path is called the LOS (Line of Sight) path. The envelope, r, of a Rician fading has a probability density function, f(r), which can be evaluated by; 
SIMULATION RESULTS
The energy detector, the cyclostationary detector, and the matched filter detector are simulated employing AWGN channel and the fading channels. The performance of the simulated detectors is validated as the probability of detection versus the false alarm probability. The probability of detection is estimated by allowing a primary user to send a random data 1000 times, and counting the times that the cognitive user can detect this signal. The probability of detection can be calculated as the detection times divided by the sending times. Table 1 contains the simulation parameters.
The performance of the three detectors implementing AWGN, Rayleigh fading, and Rician fading is estimated. Figure 3(a) presents the detection probability versus the false alarm probability of the cyclostationary detector at the signal to noise ratio value of -6 dB. Figure 3(b) shows the performance of the energy detector at the signal to noise ratio value of 0 dB while Figure 3 (c) displays the matched filter performance at the signal to noise ratio value of -12 dB. From Figure 3 , it is obvious that the performance of any detector is better employing an AWGN channel than fading channels. When the false alarm probability increases, the probability of detection becomes better. The matched filter detector is very tolerable to noise and has a satisfied performance when the fading channels are utilized. The fading channels can degrade the cyclostationary detector performance. However, it has a good performance using an AWGN channel. The performance of the three detectors using the fading channels is illustrated in Figure 4 . It is clear that, increasing the signal to noise ratio value (SNR) improves the detection probability over the fading channels. Moreover, the performance of the cyclostationary detector is very poor after applying the fading channels. The matched filter detector has a good performance, when the fading channels are employed. The effect of the false alarm probability on the performance of the three detectors applying AWGN is explained in more details. Figure 5 displays the performance of the three detectors at different values of the false alarm probability. The values of false alarm probability were selected after running the program several times. It is clear that, the probability of detection of any detector increases, when the false alarm probability increases, and this agrees with the discussion of figure 3 . It can be concluded that, for any detector, there is a tradeoff between the false alarm probability value and the signal to noise ratio to achieve a certain performance. Let the detector detect the weak signals, it becomes more prone to the false alarms. noticed that the matched filter detector performance is improved sharply for a small increase in the number of samples due to the high correlation. Moreover, the cyclostationary detector performance increases with a small increase in the number of samples especially, at low SNR values, but this performance improvement is less than the matched filter. The energy detector performance increases also, when the number of samples increases, but the improvement is less than other detector types. It can be concluded that, there is a tradeoff between the number of samples used in the detection process and the SNR ratio value for the same performance. Detecting signals at low SNR values requires more samples, which results in more sensing time. Detection can be simply designed for a small number of samples, and hence the sensing time of the signals arrived with higher SNR values is reduced. In this section, a comparison among the three detectors performance is carried out. From Figure 7 , which shows the performance comparison, it can be concluded that the performance of the cyclostationary detector and the matched filter detector is better than the energy detector performance at any conditions. Both of them perform well at low SNR values. Moreover, the matched filter detector performance is improved sharply with the increase in SNR values due to the high correlation. 
CONCLUSIONS
In this paper, a comparison among different spectrum sensing methods, which the femto user can use to achieve the cognition process, was held. It can be concluded that, the matched filter has a very good performance at AWGN and an acceptable performance when the received signals are faded.
The energy detector has a poor performance and needs a large number of samples to achieve a good performance. Although, the cyclostationary detector performs well at noisy channels, it has a very poor performance when the received signals are faded. If a priori information about the primary user signals is available, the matched filter is the best detector to be used. Tolerating a noise at any detector can increase its false alarms. Moreover, any detector can detect weak signals easily by receiving a large number of samples.
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