Abstract. This article presents current research on failure issues in the IEEE 802.11g wireless network that can be easily applied in the intelligent home system. Different systems in differ- 
Introduction
Migration of technologies applied in Smart Home systems, from the Home Automation to Internet of Things (IoT) [1] or the newest Web of Things (WoT) [13] , with simultaneous transfer of data transmission from sensor networks [2] of industry standards to IP networks, could carry a risk of more frequent in data transmission failures. Construction of any communication infrastructure of intelligent home in the IEEE 802.11g standard is associated with many different communication models -H2M (human to machine), M2M (machine-to-machine), H2H (human to human). Smart Home technology in combination with IoT [3] and WoT is currently the most rapidly growing segment of ICT market. This applies both to hardware and software areas. At the same time, one can observe a big drop in prices of communications modules and sensors [5] . In practice, all major players of ICT industry have products related to IoT technology in their WoT technology meet all of these conditions [13] .
Along with the migration to the wireless IP technology, issues associated with connection quality have been also moved to that technology, especially part of the topology is shared with the internet access network [11] . The reliability of the connection is particularly important when [14] . This is admittedly more than sufficient for properly designing of access network, but insufficient for sensor network. In sensor networks, the quality of connection should be also taken into account. In practice, in order to increase of network reliability, we can use additional WiFi signal amplifiers or additional access points.
Their locations may depend on classical simulations [15] based on energetic model of the signal supplemented by a statistical model of failures [6] .
The experiment
The test was performed in WiFi network, star topology using TP-Link TL-WR702N access point. The signal source was based on the ESP8266 module in development version called NodeMCU [19] . Fig. 2 . All ESP8266 modules have embedded the TCP/IP protocol stack.
A development version of NodeMCU has the ability to access to the all ports using Lua programming language.
In the test network, there was a server that recorded mes- Server tasks can be summarized as follows:
• after sockets initialization, the server enters listening mode on the previously defined port 
Statistical analysis
The main purpose is to define statistical distributions of random variables used for modelling [10] of empirical distribution if time intervals [8] . A histogram that describes the number of h failure states occurring in the individual L = 82 class ranges. Then, empirical probability was assigned pe = h N and values are shown in Fig. 4 . The mean value of time intervals is as follows:
The issue analysis presented in this article is identical In this work, it is assumed that the empirical distribution of time intervals between two successive failure states corresponds to exponential distribution.
where:
Given, that the random variable has discrete values, the theoretical probability [9] can be expressed by the following formula:
Next distribution that takes part in empirical data approximation is geometrical distribution, described by: where:
In order to evaluate the fitting accuracy of theoretical and empirical distributions [18] , the statistical value of the χ 2 test was calculated as:
pt -theoretical probability
For pt = pw we obtain Hw = 0.9236 and for pt = pg we get Hg = 0.9109. 
Very small values of (6) and (7) formulas proves a perfect fit of theoretical distributions to empirical data, and the geometrical distribution is slightly better.
As part of the study, the the Poisson distribution was also considered. It is described by the following formula:
In Fig. 7 shows that the Poisson distribution completely does not fit to the experimental results, hence further analysis regarding this distribution was discontinued.
Conclusions
In this article a potential risks posed by migration from dedicated systems for Home Automation to the solutions of type IoT or WoT using WiFi network for data transmission. Assuming that the future will belong to con- 
