Appendix A Included Studies
(a) Where a conference paper or dissertation was subsequently published as a journal article using the same dataset, we excluded the earlier publication to avoid a duplication of data. (b) Two separate studies were conducted in Boss et al. (2015) ; Jenkins (2013); and Moody et al. (2018) . In the Boss et al. paper, the rewards category was only applicable to the second study. In the Moody et al. study, the attitude, normative beliefs, punishment severity, resource vulnerability, and self-efficacy categories were only applicable to the first study.
(c) A single study was conducted, but multiple scenarios, samples, or groupings were utilized. In Harrington (1996) , five scenarios were used for the personal norms & ethics category. In Kinnunan (2016), four scenarios were used for the punishment expectancy, response cost, response efficacy, self-efficacy, and threat severity categories. In Li and Luo (2017) Aurigemma and Mattson (2014 , 2017a , 2017b ; however, the data utilized in our analysis was unique: the 2014 paper used compliance with a flash media policy as the dependent variable, the 2017a paper used the same dependent variable, but with some new independent variables, and the 2017b paper used a tailgating policy as the dependent variable.
(e) Guo et al. (2011) and Guo and Yuan (2012) use the same dataset, but only some of the independent variables overlap between the two studies. Where a variable is duplicated, we used the data from the 2011 paper. For the attitude category, we used data from the "attitude toward security policy" construct in the 2011 paper and the "personal self-sanctions" construct in the 2012 paper.
(f) Rao (2009a, 2009b) use the same dataset, but only some of the independent variables overlap between the two studies. Where a variable is duplicated, we used the data from the 2009a paper. For the response efficacy category, we used data from the "response efficacy" construct in the 2009b paper and the "perceived effectiveness" construct in the 2009a paper.
(g) Boss et al. (2015) and Vance et al. (2012) measure maladaptive rewards (i.e., the benefits of not complying with a security policy). The correlations for these studies were reversed to match those studies that measured rewards.
Appendix B Excluded Papers
The listing of papers in the table below highlights publications that were excluded from our meta-analysis, including details of our rationale. Our aim is to provide transparency into our exclusion process, although we note that the listing is a representative collection of excluded papers, rather than a comprehensive listing of all excluded papers. The primary exclusion criteria noted in the "Methodology" section are reflected in the table below. We note that examples of our third exclusion criteria are separated below in terms of either "Duplicated data set" or "Did not report data for effect size calculation." Also of note is the category "Insufficient independent variable categorization," which was used during the analysis phase, when too few independent variables from a paper were also seen in other papers (thus leaving the variable uncategorized) and a meta-analysis was unable to be performed. Arunothong and Nazareth ( Table C1 . Category Definitions
Category Definition
Attitude The degree to which the performance of the compliance behavior is positively valued by the employee. (Bulgurcu et al. 2010) Detection certainty (a) The likelihood that an act of noncompliance will be detected by management. (Herath and Rao 2009b) Normative beliefs Belief as to whether or not a significant person wants the individual to do the behavior in question. (Herath and Rao 2009b) Organizational support Information security is clearly important to the organization, as viewed by the actions and communications of top management. (D'Arcy and Greene 2014)
Perceived benefits
The overall expected favorable consequences of complying with a security policy. (Han et al. 2017) Perceived ease of use The degree to which employees believe that complying with a security policy will be free of effort. (Foth et al. 2012) Perceived usefulness The degree to which employees believe that complying with a security policy will enhance their job performance. (Foth et al. 2012) Personal norms & ethics Personal belief about the appropriateness of a behavior. Punishment expectancy (a) An employee's perception of the probability that they will be caught if they violate a security policy. Punishment severity (b) The harshness of the sanctions that result from an act of noncompliance. (Johnston et al. 2015) Resource vulnerability An employee's assessment of the probability of exposure to a substantial security threat. (Herath and Rao 2009b) Response cost Beliefs about how costly performing the recommended response will be. ( The tangible (e.g., prizes) and/or intangible (e.g., acknowledgment from a superior) compensation received by an employee in return for compliance with the security policy. (Boss et al. 2009; Bulgurcu et al. 2010; Siponen et al. 2014) Security Education, Training, and Awareness (SETA)
Ongoing efforts to provide users with general knowledge of the information security environment, developing the skills necessary to perform any required security procedures, and promoting awareness of day-to-day security issues within the organization. Furnell et al. 2002; Lee and Lee 2002; Whitman et al. 2001) Self-efficacy Self-confidence about the ability to perform a behavior. (Herath and Rao 2009b) Threat severity An employee's assessment of the consequences of the security threat. (Herath and Rao 2009b) (a) The rationale for detection certainty being a distinct category from punishment expectancy is that organizational efforts to increase the certainty of detection (e.g., security audits and computer monitoring) do not necessarily equate to increased expectations of punishment. This view is asserted in the seminal DT literature (Gibbs 1975; Tittle 1980) . As well, several prior security policy compliance studies support the distinctiveness of constructs related to detection certainty versus those related to punishment perceptions (e.g., Rao 2009a, 2009b; Ifinedo 2016; . Our results align with this view as the effect size for detection certainty was .10 larger than that of punishment expectancy (see Table 3 ) and exhibited stronger relative importance (Table 7) . (b) A small number of studies combined the measurement items for punishment certainty and punishment severity into a single construct D'Arcy and Lowry 2019; Hovav and Putri 2016) . In these cases, we did not code the variable into either the punishment certainty of punishment severity category; it was ungrouped for our analysis. (c) Included in this category is the concept of "maladaptive rewards," which refer to the rewards associated with not complying with a security policy (Boss et al. 2015; Vance et al. 2012) .. * Where both actual and intended compliance are measured (i.e., Chu et al. 2015 , Devgan 2012 , Jenkins and Durcikova 2013 , Pahnila et al. 2013 , Siponen et al. 2014 , Sommestad et al. 2015 , our main analysis draws on the actual compliance measurements, since the intended compliance variable is employed as a proxy for actual compliance. However, both actual and intended compliance measurements are included in the analysis for Moderator #1. **Papers with no Moderator #3 entry either (1) collected data from a location outside of Asia-Pacific, Europe, and North America; (2) no region was specified in the paper; or (3) several regions were drawn upon, but were unable to be separated for analysis. 
Appendix D Moderators by Paper

Appendix E Preliminary Meta-Analytic Correlation Matrix
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Note: The number of studies/independent samples in which the relationship was tested appear in parentheses.
