With the increasing complexity of hydrologic problems, data collection and data analysis are often carried out in distributed heterogeneous systems. Therefore it is critical for users to determine the origin of data and its trustworthiness. Provenance describes the information life cycle of data products. It has been recognised as one of the most promising methods to improve data transparency. However, due to the complexity of the information life cycle involved, it is a challenge to query the provenance information which may be generated by distributed systems, with different vocabularies and conventions, and may involve knowledge of multiple domains. In this paper, we present a semantic knowledge management framework that tracks and integrates provenance information across distributed heterogeneous systems. It is underpinned by the Integrated Knowledge model that describes the domain knowledge and the provenance information involved in the information life cycle of a particular data product. We evaluate the proposed framework in the context of two real-world water information systems.
INTRODUCTION
Hydrology is the science of water and is concerned with its states, storages and fluxes in location, time and phase. Given the increasing complexity of scientific problems, it has become difficult to allocate the necessary resources to solve problems within one organisation or at one site.
Data collection and data analysis are often carried out in distributed heterogeneous systems. Compared with other dataoriented science communities, one of the distinctive aspects of the hydrologic science community (Tarboton et al. ) is that there is great emphasis on 'third party' data, i.e. data collected by other agencies. A significant challenge for domain users is to identify the right data for their purposes and to decide how and when to use that data.
Furthermore, the community has placed too much attention on the networking of distributed sensing and too little on tools to manage, analyse and understand the data (Balazinska et al. ).
To appropriately interpret a data product generated by a 'third party', the users need to have a good understanding of the origin of data. Provenance refers to the sources of information, such as entities and processes, involved in producing or delivering an artefact (WC Provenance Incu-applied to produce the prediction. The provenance forms the knowledge base underpinning a data product.
Since provenance links artefacts and processes together, it allows the information flow that generates a particular data product to be scrutinised. This provides sufficient evidence to allow assumptions of the underlying decisionmaking to be understood and evaluated by politicians, senior advisors, domain experts and the public. Provenance can also be used to estimate data quality and reliability based on source data and data transformations. This is extremely important when using large numbers of datasets and analysis methods provided by multiple sources such as various interstate water agencies. Users can assess the truthfulness and robustness of data collection and analysis provided by third parties.
Even though provenance has been identified as one of the most promising methods to improve the transparency of data, there are challenges that must be addressed to • Integrating provenance to represent the information life cycle of a data product creates an interoperability problem since different terms for artefacts and processes may be used by different sources. Provenance arising from disparate sources must be semantically linked.
• To describe the information life cycle of a data product, concepts that reflect the domain knowledge as well as the lineage relationships among artefacts and processes should be captured. Domain semantics are integral to making life cycle information understandable to diverse users and are not normally captured by workflow systems. Furthermore, the domain knowledge should be machine-readable and well defined for acceptance by the communities.
• Most of the existing provenance capture techniques assume a single system, either a workflow system, a data warehouse or an operating system. For large scale applications, provenance needs to be captured across distributed heterogeneous systems, then integratable and queryable.
In this paper, we address the interoperability problem for distributed water information systems by leveraging semantic technologies. The paper presents how to leverage an ontology-based approach to developing the knowledge model and the knowledge management framework for two real-world water information systems. The key contributions of the paper are as follows:
• The design of an Integrated Knowledge model (IKnow) for the water domain by aligning ontologies which represent the provenance information as well as the domain concepts presented in the information life cycle of a data product.
• A knowledge management framework in which knowledge generated by distributed heterogeneous systems could be harvested and integrated, grounded on the IKnow model.
• An evaluation of the knowledge management framework for two real-world water information systems, through the development of provenance queries concerned with the information life cycle of data products.
Recently, the W3C Provenance Working Group is working on defining a language, Provenance Data Model (PROV), for exchanging provenance information among applications. The model is domain-agnostic but is equipped with extensibility points allowing further domain-specific and application-specific extensions to be defined (WC Provenance Working Group ). As it matures, we will investigate how to adopt the Provenance Data Model to develop the Integrated Knowledge model. The rest of the paper is organised as follows. In the section on 'Related work', we introduce the existing provenance models and systems. Provenance requirements from the hydrology domain are analysed in 'Requirements analysis'. In 'The integrated knowledge model', we introduce the ontology-based knowledge information model that captures not only the lineage relationships between artefacts and processes but also the domain knowledge generated in the information life cycle of flow forecasts. 'The knowledge management framework' describes the framework to harvest and integrate the knowledge generated by heterogeneous systems. In 'Model and system evaluation', the framework is implemented and evaluated over the two real-world water information systems. We conclude the paper in the final section by summarising the proposed approach and pointing towards future work.
RELATED WORK
In this section, we first review the existing provenance information models developed by the computer science community, then general provenance systems. Finally we review application-specific systems.
Provenance models
The semantic web offers a technology stack for information retrieval and reasoning. It is well recognised as an effective infrastructure to enable information sharing across applications and the web. A provenance model is a representation of the artefacts, processes and their relationships involved in the information life cycle of data. The semantics of provenance is encoded using Resource Description Framework Schema (RDFS) (WC ) or Web Ontology Language (OWL) (WC ). Users can inspect the ontologies to understand the provenance semantics and domain-independent reasoning tools can be employed. 
Domain-specific systems
Some provenance-aware systems have been built for specific domains, such as bioinformatics, healthcare and geoscience.
For the sensor domain, the Earth System Science Server (ES3) (Dozier & Frew ) is a software environment for satellite image processing, with operating-system-based provenance management capability. Liu et al. (b) propose a Provenance-Aware Virtual Sensor System in which the aggregated data from remote sensors is stored using a local repository. Then a set of virtual sensor transformation workflows are executed and the provenance is recorded using the Open Provenance Model (OPM). The computations are organised in a centralised environment. In de Lange (), a provenance-aware sensor network for real-time data analysis is developed in which a custom query language is used to ease query specification. The work focuses on the query framework. A provenance-based indexing method to make sensor data searchable was developed in Ledlie et al. for provenance representation which we also follow here, and develop a multi-level OWL ontology for streamflow forecasting use case. That paper has chosen to extend a different generic provenance ontology: OPM in that paper and PML in our case, demonstrating some significant consequential differences. In both papers, the use of a generic provenance ontology together with multiple ontologies for domain modelling demonstrates extensibility and reusability. The work of Shu et al. () shares one of the two use cases we present here, but the domain modelling there is considerably more extensive and detailed, providing a case study for ontology design that leverages reasoning services for provenance at the general, domain and use-case levels.
In this paper we have focused on identifying and aligning well-known partial domain ontologies, which should enhance future interoperability and also usability for people and tools familiar with the terms. In this paper, we go beyond the modelling and querying capability of Shu et al. to embed it within two different distributed workflow architectures, incorporating provenance harvesting, a provenance ontology and visualisation applied to two working systems.
PROVENANCE REQUIREMENTS ANALYSIS IN THE WATER DOMAIN
In this section, we analyse the general requirements for representing the life cycle of data products relevant to the water domain. Based on this analysis, we present general provenance requirements.
User requirements analysis
From discussions with various domain experts, requirement analyses were performed from three different perspectives:
role, knowledge acquired and system involved. In the following, we expand these perspectives.
Role classification
To understand the user groups, the roles they play in providing and consuming provenance and the provenance questions to be asked around the data provided, we classify the water domain users into four groups. The intention is not to list all the provenance questions for each group but to present a representative selection. Water manager. Since water security is a major challenge for society, the main activities as a water manager are to plan, distribute and manage the use of water resources based on the currency of water information and prediction results. Questions to be asked of water managers include: (a) is the decision appropriate for a particular circumstance and (b) how reliable is the information being used to make the decision?
Knowledge classification
As we can see from the role analysis, the provenance of a data product in the water domain may involve multiple user groups, heterogeneous datasets, tools and/or systems.
In order to answer the provenance questions discussed previously, a knowledge model is required to describe the provenance involved. By examining the above provenance questions required, we classify the knowledge into three categories as follows.
Domain concepts.
Since provenance represents the history of a piece of information, we argue that the domain concepts as an important part of the history should be captured in the knowledge model. In the water domain, the exemplar representative concepts are gauge, observation and flow forecast. Each concept has its own domain-specific meaning and represents rich domain knowledge. For example, a gauge is a sensing device with properties such as location, accuracy and frequency. Such knowledge may help data analysts to make good decisions about the quality of collected data. On the other hand, an observation is an act associated with a discrete time instant or period through which a number, term or other symbol is assigned to a phenomenon (Fowler ) . It involves application of a specified procedure, such as a sensor, instrument, algorithm or process chain (Cox ) . By modelling and propagating domain concepts, the knowledge management framework will enable users to discover and re-use the domain knowledge.
Computational methods. The data are accessed and analysed through various computational methods. These methods should be described appropriately to enable users to understand the analysis done to the related data, for example, what parameters were used when the hydrologic model was calibrated.
Lineage relationship. In many cases, a data product is generated by a chain of methods. The lineage relationship among the methods should be modelled to describe the data product's causality graph which captures the dependences between the computational methods. As part of data quality information, ISO 19115-2 (Cox ) defines a lineage metadata tag to provide information about the processes involved to produce the data in the dataset. However, the description uses free text and does not readily support the automatic processing of provenance information (Yue et al. ) .
System classification
Provenance can be generated by heterogeneous systems. We classify them into the following four groups which represent most of the existing hydrological working environments. Operating system. Processes are executed using command line interpreters to invoke a sequence of system functions. Commonly, the commands are recorded as scripts in files to complete some repetitive tasks.
Provenance challenges and requirements
In our experience with various hydrological working systems, it is impossible to answer most of the provenance questions since the knowledge of information life cycle of data is not modelled and propagated. To answer the provenance questions discussed above, a systematic approach needs to be developed to: (a) harvest the knowledge generated by different user groups; (b) make the provenance understandable by both human and machine; (c) link provenance generated by heterogeneous systems together to form the information life cycle of a data product; and (d) make the information life cycle accessible and queryable to the user groups. Therefore, a knowledge model is required and should satisfy the following key requirements:
• The model should be able to describe the information life cycle of a data product in a precise way that includes the domain concepts, the computational methods involved and the lineage relationship. This is essential to improve data transparency and enable interoperability for discovering and re-using provenance knowledge.
• Since data analysis could be conducted by different communities, which span multiple disciplines, the knowledge covered by the information life cycle of a data product could be large. To make the knowledge manageable, the knowledge model should be designed in a modular way. This will have the benefits of efficient query, easy maintenance, good understandability and re-usability.
• At the system level, the knowledge management framework should minimise the impact on the existing data management systems and should be able to harvest and integrate the provenance in a distributed environment.
In the next two sections we will present the knowledge model and the knowledge management framework that satisfies the above requirements.
THE INTEGRATED KNOWLEDGE MODEL
In this section, we introduce the Integrated Knowledge (IKnow) model.
IKnow model overview
While many general provenance models have been developed with distinctive features, a provenance model must be suited to answer the provenance questions generated by specific domain users. Without modelling the domain knowledge, the data could not be interpreted and understood properly.
We develop a new knowledge model to describe the knowledge involved in the information life cycle of data products. The ontology-based approach is to serve as the key enabling technology. An ontology is a formal, explicit specification of a shared conceptualisation (Gruber ) . It is the representation of knowledge of a domain, where a set of objects (classes) and their relationships (properties) are described by vocabularies with constraints. By applying an ontology-based approach, the knowledge is expressive and computer-interpretable which are essential for distributed heterogeneous systems for knowledge sharing and management.
It is important that the knowledge model is interoperable with the existing domain ontologies, which capture the knowledge generated by the communities. Furthermore, we need to answer provenance questions regarding the knowledge generated from various domains. This requires that the provenance knowledge can be described as if it resides in a unified source. In other words, all the selected ontologies need to be integrated seamlessly. Therefore, the IKnow model is developed to link to the existing ontologies by providing clear alignments to the concepts involved. Therefore, the IKnow model captures not only the lineage of water information products but also domain concepts. It is designed using a modular approach to effectively represent the knowledge shared by various communities and improve the interoperability that supports meaningful knowledge exchange among different sources.
Next we discuss our approach to develop the ontologybased Integrated Knowledge model for the water domain.
We use a concept map diagram (Novak & Canas ) to show the main concepts captured by the source ontologies and the relationships between concepts.
Ontology selection
We evaluate the existing water domain knowledge representations based on availability and capability. Four ontologies are selected as the source ontologies to develop the IKnow model. In this subsection, we describe the main capabilities of the four ontologies. Some of the selected key concepts and their relationships are highlighted to demonstrate the idea. The complete ontology is larger than that presented in the figure. The linkage among the source ontologies will be discussed in the next subsection.
WaterML (WML)
In the water domain, WaterML (Taylor et 
Ontology alignment
The knowledge generated in the information life cycle should be queryable by users. This requires that the provenance knowledge resides as if it is organised in an unified ontology.
The selected source ontologies are complementary in some concepts, and overlapping in others. To bring together the ontologies seamlessly, an ontological alignment is needed in order to provide interoperability with the systems 
Identify the correspondence
We find that that some concepts presented in the provenance knowledge can be represented by several source ontologies. Therefore we need to select appropriate representations from the source ontologies which can provide richer semantic capabilities in our context.
Lineage relationship. We select the PML as the central ontology to link the other source ontologies together. In particular, the PML justification module is selected to describe the lineage relationships among the computational methods and the PML provenance module is used as a bridge to link to the domain concepts and the computational methods.
Domain concepts.
As discussed, the main domain concepts to be captured include the knowledge of gauge instruments and the observations generated. Given the information richness captured by Semantic Sensor Network Ontology, ssn:Sensor is selected to describe the capability of gauges that generate observations. The corresponding concept captured in PML is pmlp:Sensor.
We use wml:WaterMonitoringObservation to describe time series generated by some computational methods or sensors. The corresponding concept captured by the PML is pmlp:Information which provides a general space to let users specify the information semantics.
Note that some concepts are captured by both domain ontologies. For example, the Semantic Sensor Network
Ontology supports the observation concept (ssn:Observation) which could be another option to describe time series. We choose to use the wml:WaterMonitoringObservation. This is because it specialises O&M with harmonised definitions of water observation concepts as mentioned before. O&M is defined as a standard model for the exchange of observation acts and results. However, the relationship between a sensor and its observations could be retrieved through the PML justification module which will be illustrated later.
Computational methods. The class pmlp:InferenceRule describes the execution methods that generate the domain knowledge. However, its describing capability is very limited. po:Process provides a very rich description of process.
Therefore, a correspondence between pmlp:InferenceRule and po:Process is developed.
Represent the correspondence
The corresponding concepts identified among the source ontologies need to be aligned with each other to provide global provenance terminology. In general, there are several approaches to represent the correspondences. One simple way is to use owl:equivalentClass to imply that the corresponding concepts from two different ontologies have the same meaning. In OWL, this implies that every individual of one class is also an individual of the other class. We believe this is too strong a statement and it may be not true for many cases. For example there is a class ssn:ObservationValue in SSN to describe the value of the result of an observation. In WaterML the value of an observation is described by the class wml:TimeValuePair; if we define these classes as equivalent, we imply that all ssn:ObservationValue individuals are also wml:TimeValuePairs (not true) and that all WML observations are generated from sensors (also not true).
Since the the concept defined in PML is very generic, we define a mapping whereby domain classes are subclasses of the more generic PML classes. Specifically, the wml:WaterMonitoringObservation, ssn:Sensor and po:Process are defined as subclasses of pmlp:Information, pmlp:Sensor and pmlp:Method Rule, respectively (see Figure 6 ).
Although PML is defined as the central ontology to align all the other three source ontologies, there are also some correspondences among the other source ontologies. Figure 6 shows the conceptual alignment among the four source ontologies based on the correspondence identified.
Both Semantic Sensor Network Ontology and WaterML provide the semantics of observation concept. However, observations could be generated either by gauges or by computational methods such as gridding algorithms. Here we intend to distinguish the sources of observations. The observation generated by gauges are captured by iknow:
ObservationTimeValuePair which is a sub-class of ssn:
ObservationValue and wml:TimeValuePair. The observations generated by computational methods are described using wml:TimeValuePair. 
THE KNOWLEDGE MANAGEMENT FRAMEWORK
In this section, we introduce the knowledge management framework. It provides knowledge harvesting across heterogeneous systems, knowledge aggregation, storage based on the IKnow model integration and querying capability.
While there are some ad hoc solutions for provenanceaware applications, we believe that a systematic approach in dealing with provenance generated by heterogeneous systems is important for the water domain. This will have a benefit for not only the application knowledge management, but also the system knowledge management. A strategy is required to deal with missing provenance.
For the two cases studied in this paper, data are generated using a fixed time interval. Therefore, provenance can be harvested based on that pre-defined time interval accordingly. The system is able to identify missing data because the provenance trace structure is known. In this case, the Data Conversion Service is not able to construct an appropriate trace in JSON format and a notification can be generated. Imperfection in provenance is one of the important research topics to be studied in future.
To reconstruct the information life cycle of a data product, we need to stitch together the provenance generated by independent distributed systems. The PASOA (Groth et al. ) provides the communication protocols to identify dependence among distributed resources. This will be in our future implementation plan. In our current work, the information life cycle of a data product can be reconstructed based on the pre-determined trace structure and the temporal order. We assume that the computational methods are all executed within the same time zone and that the timestamps are generated by synchronised clocks.
Data conversion service
The harvested provenance encoded in JSON documents are pushed into a RESTful web service. They are assembled into RDF instance data based on the designed Integrated Knowledge model. The resulting RDF graph is called a provenance trace. Each executed workflow produces one provenance trace.
Storage
The provenance trace is stored in the AllegroGraph RDF repository via a Jena interface as a named graph. Named 
Query service
Knowledge, stored in an RDF database, is queried using a separate tool set via the SPARQL. SPARQL is a standard query language and data access protocol for retrieving data encoded in the RDF format. Queries can be phrased according to the terms and structure of the Integrated Knowledge model.
Application
Various applications and visualisation methods can be built on top of the Query Service. In Figure 7 , a provenance trace is visualised at top right which shows the information life cycle to generate that particular data product.
The harvester services are designed to minimise the impact on the existing heterogeneous systems. They also minimise the runtime impact on the process execution since the harvesting processes can be executed independently. The knowledge generated by heterogenous systems is harvested and integrated, offering simple but powerful knowledge management functionality. This framework provides a scalable and adaptable approach for knowledge enablement.
MODEL AND SYSTEM EVALUATION
In this section, we evaluate the Integrated Knowledge model and the proposed framework. The model is evaluated from the perspective of how the information life cycle of a data product is represented in a precise way to enable querying the domain knowledge and lineage relationship. The key criteria for framework evaluation is that not only the distributed provenance information can be harvested and integrated but also the impacts on the existing systems are miminised.
A generic prototype of knowledge management framework for the water information system is developed for our two user groups to support knowledge capturing in distributed environments.
The • Firstly the rain gauges, owned by different government agencies (CSIRO, Bureau of Meteorology, and Hydro Tasmania Consulting), sense the phenomena and send rainfall observations every 15 min into the agencies' databases.
• The rainfall observations are published via OGC-SWE SOS. The SOS provides requesting, filtering, and retrieving observations and sensor system information. The interoperability interfaces and metadata encodings are specified to enable integration of heterogeneous sensor information.
• Based on the query received from the forecast model, a
Kepler workflow system (Altintas et al. ), executed by CSIRO, harmonises the time series from the SOSs, checks the quality and validates the errors such as gaps and spikes. It then generates a gridded rainfall surface which is used as an input for the hydrological model.
• The gridded rainfall surface data are received by the HydroTasmania agency as an input for its hydrological model, the Australian Water Balance Model (AWBM).
AWBM is calibrated by Hydro Tasmania Consulting and it produces flow forecasts in a 2-hourly interval.
• Finally, the forecasts are published through an SOS.
In Figure 8 , we can see the interoperability challenge faced by the Near-Real-Time Water Information System stems from its capturing and querying of knowledge across the heterogeneous systems which do not handle provenance explicitly.
Provenance trace for nrtWIS
Based on the IKnow model, Figure 9 shows a fragment of the provenance trace for the above user scenario. Please note that PML imports the Data Structure Ontology (http://tw.
rpi.edu/portal/PML_Data_Structure_OWL_Ontology) (see 'ds' namespace in Figure 9 ) to encode the 'list' concept.
On the left-hand side, the NodeSets represent the major components involved in the information life cycle to generate the flow forecast: published forecast, forecast, gridded rainfall, published rainfall and rainfall source.
Note that the lineage relationships among the components are represented in a backtrack style (dotted line with arrow). For easy presentation, only the published forecast
NodeSet and rainfall source NodeSet are opened for detailed presentation.
As introduced previously, each NodeSet captures its conclusion and the justification of the conclusion. For example, in GetObservation service using the iknow:ForecastDB database.
The details of forecast (time series) and the GetObservation service are described using the domain concept wml:WaterMonitoringObservation and the process concept po:Process, respectively.
The iknow:NS_Hydro-Tas_RainfallSource describes the sensors (e.g. RIMCO_7499 at TowerHill) used to generate the observations which are stored in the HydroTas rainfall database.
The complete provenance trace is much larger than presented in Figure 9 . Here we present the main ideas and describe the lineage relationships among the computational methods. It is clear that knowledge of computational workflow. This proved to be very cost-effective. The query assembles the required SOS names based on the pre-defined criteria. Then the Kepler retrieves the related observations from the provided SOSs. Figure 10 shows how to use the PML model to capture the query details, such as query content, query creation time and the query engine used.
By capturing the query issued, the system is able to describe how the rainfall observations can be retrieved at query time. The disadvantage of this approach is that, if the database is updated subsequent to the initial query, then the system may return different observations to those retrieved at the time of the initial workflow execution.
Provenance framework
The harvester services collect discrete knowledge from various log files and web services every 2 h and then the provenance trace is generated. Using the provenance trace,
we are able to answer provenance questions. We list two
queries as examples to demonstrate how the provenance trace is applied to answer queries using SPARQL. Figure 12 shows the simplified provenance trace.
In Figure 12 , each component represents a NodeSet.
Users can click the small box associated with each NodeSet to get more details, such as the conclusion, the inference rule or the source used.
By developing the knowledge management framework for nrtWIS, we provide a mechanism for DPIPWE water managers to ask questions about what, who, when, where and how the flow forecast was generated. This will help them to make informed decisions.
Our experience shows IWBrowser is a useful tool to visualise provenance traces. However, the visualisation execution time is unsatisfactory (e.g. several minutes) if a provenance trace is complicated. We find that this holds for most of our real-world cases. Furthermore, it is not very intuitive for domain experts who do not understand the structure of the information model. We believe there is considerable opportunity for further research in domain-independent visualisation and navigation of provenance. produce groundwater storage and evaporation using FEWS is being developed. Figure 13 shows part of the workflow structure.
It is required that a tracking system should be in place to ensure an effective audit trail.
Provenance trace for FEWS
For the FEWS environment, our users developed configuration files to manipulate the data and run the simulation models. Data are stored in file systems. Compared to the provenance trace for nrtWIS, we use this scenario to demonstrate how to manage the complex lineage relationships presented in information life cycles.
In the PML justification module, there is a restriction defined on pmlj:NodeSet that its pmlj:hasConclusion property can have only one conclusion. However, it is common in scientific workflow that one process can generate multiple outputs. A method is developed to handle the above case without changing the PML ontology. We are given a list of processes, P 1 , P 2 , …, P n , with inputs generated by their common parent process P parent . For the purpose of appropriate knowledge modelling using the IKnow model, intuitively, a process JP i (i ∈ (1…n)) is needed to extract each sub-result from the multiple outputs and pass to P i (i ∈ (1…n)), respectively.
During the knowledge modelling step, a collection of JustfiedNodeSets are constructed for each 'virtual' JP i (i ∈ (1…n)). They are defined as an antecedent of Pi (i ∈ (1… n)) NodeSet. The inference rule is annotated as 'Defined', meaning that this is not the actual computational method that was executed. Figure 14 depicts the above idea. Algorithm 3 describes the major steps involved to construct Justified NodeSet to address the multiple outputs problem. Lines 1-2 set the parent NodeSet for P parent . For each child process P i , lines 4-9 construct the Justified NodeSet and the actual NodeSet for P i is constructed between lines 10-14.
In our experience, it is sometimes impossible to track provenance due to the process designed for some particular purposes. In this use case, a process rename (see Figure 13) overwrites its input TSE output by its output Rename output . Therefore, TSE output is lost. For PML modelling in this case we set the conclusion of Time Series Export NodeSet as 'overwritten'.
Provenance framework
Based on the framework we propose, the harvester services are customised to extract provenance from the log files. The system provides rich search functionality to enable users to search for a particular data and/or computational method.
CONCLUSION
In this paper, we addressed the knowledge management chal- A generic knowledge management framework was designed to capture provenance generated by distributed heterogeneous systems. It isolates the hydrological modelling systems from the provenance system and attempts to minimise the impact on the existing heterogeneous systems. This enables scalable, adaptable and domainagnostic knowledge management.
Based on the designed model and framework, two realworld use cases were examined to verify our approach. The experimental results demonstrate that the IKnow model and the knowledge management framework are practical and extensible and that the provenance queries identified from our user requirements can be answered. The general approach taken in this paper can be applied to encode the domain knowledge of any discipline.
In future, we will investigate how to adopt the Provenance Data Model being developed by the W3C
Provenance Working Group to develop the Integrated Knowledge model discussed in this paper. In time, this should enable our framework to leverage additional emerging research for provenance.
