Abstract-In this article, we have investigated synchronization phenomenon between two discrete chaotic systems. A general scheme for synchronization between two discrete maps with adaptive coupling has been studied analytically. The scheme can be successfully implemented for generalized synchronization between two chaotic maps. Conditional Lyapunov exponents (CLE) and Transverse Lyapunov exponents (TLE) can quantifies the robustness of synchronization. A secure communication scheme based on synchronization between two Logistic maps is also demonstrated. Numerical results show the effectiveness of our proposed scheme.
I. INTRODUCTION
Research on synchronization between dynamical systems has been increasing significantly for the last three decades. This phenomena can be well applied to various branches of science and engineering. Applications can be implemented in the field of control theory, secure communications, ecological and biological processes, complex and another kind of networks. Different types of synchronization schemes can be observed in coupled chaotic systems, such as Complete Synchronization (CS) [1] , [2] , Generalized Synchronization (GS) [3] - [5] , Phase Synchronization (PS) [6] etc. When the trajectories between two systems moves due to a coupling among themselves, they can be considered as synchronized completely [1] , [2] . The PS [6] of two systems indicates that their phases adapt to each other, which means that they evolve in the same manner with time. However for the last two decades, most of works on chaos synchronization has been implemented on continuous time rather than discrete time chaotic systems. Discrete time chaotic systems play a more important role than their mathematical models of various physical, biological and chemical process. Of late various synchronization phenomenon, such as synchronization between two different maps [7] - [10] , generalized synchronization schemes [11] , projective synchronization [12] etc has been investigated with discrete systems. Recently, synchronization between two discrete models is of active interest due to its application on secure communication and cryptology fundamentals [13] , [14] . This article is organized as follows: In sec.2, we proposed a scheme of novel chaos synchronization phenomena for two discrete systems. The synchronization is based on unidirectional adaptive coupling for a suitable choice of nonlinear controller function. The robustness of the synchronization can be quantified by CLE and TLE [15] . Sec.3 is about an implementation of secure communication scheme between two synchronized chaotic maps. The scheme is based on chaotic masking between two logistic maps. Sec.4 is the conclusion.
II. SYNCHRONIZATION BETWEEN TWO CHAOTIC MAPS WITH NONLINEAR COUPLING

A. Systems and the controller
Consider two n-dimensional coupled maps:
where a is a system parameter, u n is a coupling function and c is the coupling strength.
The problem is to find out a suitable controller u n which can synchronized the two identical chaotic maps with different initial conditions. For each 'n', we define the synchronization error (e n ) between the driving (D) and response (R) systems as e n+1 = y n+1 −x n+1 . Then, from (1), e n+1 can be given by
where
By considering e n+1 → 0, ∀n ≥ 0, we can compute the control parameter u n in terms of λ n (λ n are the eigen values of (A n + B n )), a, x n and y n . Thus the general form of the controller can be written as u n = G(λ, a, x n , y n ).
A sufficient condition for synchronization can also be derived.
B. Chaos synchronization scheme for two logistic maps
We consider two chaotic Logistic maps:
where a and u n are system and control parameter respectively. c indicates coupling strength of synchronization. For chaos synchronization, we choose the system parameter a = 3.8 where both the systems remain chaotic.
The error dynamics e n+1 is given by
Since C n is a scalar matrix so the condition of asymptotic stability is |C n | < 1, which is the sufficient condition for synchronization. Now, if we choose
So, the adaptive controller can be given by u n = (λ − a(1 − y n − x n ))e n . Therefore, the system (3) becomes
(4) To verify the synchronization process numerically, two discrete equations (given in (4) chaotic nature of the attractor of both the driver and response respectively can be easily verified. In Fig.1c , it is observed that both x n and y n coincides after iteration steps n = 15.
It is an indication of synchronization of two Logistic systems given in (4) . To verify this, we have calculated e n and it shows that all e n has zero value after n = 20. It implies that synchronization between the two systems exactly appeared after n = 20. Now for the communication purpose, finding region of synchronization is an important task. To find region of synchronization, we have shown nature of x n vs. y n plot (see Fig.2a, b and c) . It can observed from Fig.2a that most of the points in x n vs. y n plot falls out side of the line y n = x n . It indicates non-synchronized state of the systems for c = 0.2. In Fig.2b and c, it can be seen that the number of points (x n , y n ) becomes less scattered from the line y n = x n . In fact, almost all points (x n , y n ) are concentrated in the line y n = x n in Fig.2c . So, the probable value of c will be 0.362 at which synchronization state started properly. But, this analysis does not reveal any precise interval (i.e; range of c) of synchronization state. In order to find such interval, we have calculated the error e n for a fixed value of n = N 0 (say) with the increasing c ∈ [0, 1]. The corresponding values of e N0 are shown in Fig.2d . It has been observed that the values of e N0 becomes zero when c ∈ [0.362, 1]. So, two systems are always synchronized for c ∈ [0.362, 1]. Hence, the region of synchronization of two systems (defined in Eq. 4) is 0.362 ≤ c ≤ 1. We also investigated the error of synchronization in the case of parameter mismatch. Fig.2e and f indicated the mismatch of parameter for the values of a 1 = 3.8 for drive system and a 2 = 3.81 for response system in eq. 4 and the coupling strength of synchronization value c = 0.43. The figure shows that we still have synchronization for a mismatch of parameter. In the next, the strong and weak synchronization of the systems (given in (4)) has been discussed for c ∈ [0.362, 1]. To measure the strong and weak synchronization we have calculated CLE (λ R ) and TLE (λ I ) [15] for both the systems by
The values of λ R and λ I are shown in Fig.3 .It can be observed from Fig.3 that both λ R and λ I are negative for c ∈ [0.362, 1]. It indicates strong synchronization exists between the two systems (given in Eq. 4).
III. SECURE COMMUNICATION A. Communication Design
In the proposed communication system, the driving system is iterated n-times (x n i=1 ) starting from the point x 0 , neglecting the first m-states as transient. The states x n are used to drive the states of the response system (y n ). The transmitted signal (x n ) is a combination of the driving signal (x n ) and the message (M i ): x n = x n +M n . A diagrammatic representation of the interaction between the drive and the response systems can be seen in Fig.4 . Synchronization is achieved at the receiver end through the controller u n designed above.
B. Simulation Results
Assume the two systems x n+1 and y n+1 starts at the points x 0 and y 0 respectively, generating the sequences x n and y n , after some transient long enough to allow synchronization to set in. During the transient period there is no data transmission taking place. At the transmitter block, a signal (message) The state x i to generate the signal x n = x n + M n which is transmitted through a public channel to the receiver. An additive white Gaussian noise (AWGN) η(t) is added to the signal (x n ) as it is being transmitted through the public channel. The message signal is M n = 0.2sin(20n), with its signal shown in Fig. (5a) . The state x n is used to to generate the signalx n = x n + M n which is transmitted through a public channel to the receiver.This creates a disturbance to the signal x n as reflected in fig. (5b) . With the derived controller u n = −a(1 − y n − x n )e n , that enforces synchronization of the two systems, the signal from the response system is feeded back into the controller from the response system thereby producing a non-zero error |e n | = |x n − y n | which is due to the embedded message signal M n . The sent and recovered messages are shown in fig (5c ). This error is thus the message sent alongside some noise that is inherent in the channel. This illustration is supported by the synchronization status of the two systems, due to the added message signal they are tuned out of synchrony, thus the non-zero error |e n | is the attached message. The successful realization of the sent signal is achieved through the exploitation of the synchronization phenomena of the two systems. The error between the sent message and the recovered one is given in fig. (5d) which becomes stable on zero after just a few iterations. This stability indicates the effectiveness of the scheme, enabling the complete recovery of the message. this therefore confirms that the scheme works satisfactorily. We also investigated the recovery efficiency of the transmitted message when an AWGN having a signal to noise ratio (SNR) is added to a signalx n . The fig 6a  d shown the result. The efficient recovery of the transmitted message will depend on the strength of the noise within the transmission channel. For a 45db noise, there was a complete recovery of the message. Recovery of the message starts being corrupted at 25db and below as shown in Fig 6a and b. IV. CONCLUSION
The generalized synchronization between two discrete chaotic systems is proposed under a nonlinear adaptive coupling. The synchronization scheme is very robust which can be quantified by the spectrum of transverse and conditional Lyapunuv exponents. A communication scheme of chaotic masking is proposed using the synchronized crypto systems. The scheme can be implemented in various applications related to security and communication. 
