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With the rapid growth of internet, email has become one of the most popular 
communication tool and being widely accepted by personal and business 
users. Spam, unsolicited, undesired, bulk email(or junk email), has been 
a significant security issue for internet users and a massive waste of 
time , disk space and network bandwidths. Especially today, with the 
increasing dedication and sophistication of spammers, even popular social 
media sites such as Tencent(QQ), Sina Weibo, and Google Plus are not exempt 
from email spam as they all interface with email systems. The explosive 
growth of unsolicited emails has prompted the development of numerous spam 
filtering techniques. With an “arms-race” between spammers and spam 
filter developers, spam has been continually changing over the years. 
Although spam emails have been transitory reduced after new filtering 
technology being deployed, spammers are creating new ways against 
anti-spam technology. This paper includes the following parts: 
 Take a general study on current spam detection and filtering 
technology, compare and summarize their advantages and disadvantages, 
so that we can grasp the latest trend of spam detection and filtering 
technology; 
 After a deeply compare and anlyze on mass of spam and ham, we find 
out the difference on the purpose of the sender, further more we 
propose a spam filtering system that is base on intention filtering 
which is tested on a spam archive dateset and is found to be highly 
effcient and exactly; 
 Find out the characteristic of image-based spam with text-based spam 
out of a large amount of emails, summarize the weakness of machine 
















spam filtering system which is based on statistical probability, 
ruling and voting mechanism; 
 Build up an effcient Hash arithmetic, and caculate the hash-value of 
spam text and attachment, generate the finger-mark file and which is 
used to compare with online finger-mark datebase to further tell 
whether the mail is spam or ham. 
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况统计报告》（以下简称《报告》）[1]。报告显示，截至 2013 年 6 月底，我国网
民规模达到 5.91 亿，互联网普及率为 44.1%，保持低速增长。互联网的四类应用：
信息获取、网络娱乐、交流沟通、商务交易稳步增长。其中，在交流沟通中，电
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