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We theoretically introduce and experimentally demonstrate the realization of a nonclassicality
test that allows for arbitrarily low detection efficiency without invoking any extra assumptions as
independence of the devices. Our test and its implementation is set in a prepare-and-measure
scenario with an upper limit on the communication capacity of the channel through which the
systems are communicated. The essence for our novel test is the use of two preparation and two
measurement devices, which are randomly paired in each round. Our work opens up the possibility
of experimental realizations of device independent protocols with current off-the-shelf technology.
I. INTRODUCTION
Quantum Information processing utilizes nonclassical
resources for processing information encoded into physi-
cal systems, which are subjected to quantum mechanical
laws. These quantum resources have found many appli-
cations in quantum information processing ranging from
cryptography [1, 2] to communication complexity reduc-
tion [3].
Device independent quantum information processing
schemes have shown great promise in the estimation
of critical parameters, without making any assump-
tions about the inner functionality of these devices.
This approach comes in two main variants: fully-
device-independent (FDI) [5] and semi-device indepen-
dent (SDI) [6]. Both of these scenarios require more than
one party with the prime difference being that, in the FDI
case only classical communication is allowed between the
parties over public channels and in the SDI scenario, the
communication can be quantum. However, in both cases,
we assume there are no side-channels and that the par-
ties have complete control over the sent information. In
FDI case, the communication is classical and having con-
trol is trivial, whereas in the SDI case, quantum systems
are prepared and measured by uncharacterized devices,
which makes such control impossible.
No control over the communicated system renders
tasks as cryptography and randomness generation im-
possible. Therefore, we suppose that we can find at least
one parameter, which describes the communication: an
upper bound on the capacity of the channel. This as-
sumption is the reason why the scenario is termed semi
device-independent.
The implementation of FDI or SDI protocols requires
that a test of nonclassicality has to be performed, a result
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of which indicates that the description of the experiment
is impossible through classical means. This is a necessary,
although not always a sufficient condition. These tests
include estimation of violations of Bell inequality [7], di-
mension witnesses [8] or success probability in a commu-
nication complexity task [9]. The important requirement,
however, is that the involved parties must give a conclu-
sive result without any additional assumptions. It is dif-
ficult in practice, mainly due to the so-called detection
efficiency loophole [10], which in a nutshell states that
device independent tests of nonclassicality can only be
conclusive if the detectors used in an experiment provide
a detection efficiency above a certain threshold. These
thresholds have been found for a variety of tests [11–16].
Unfortunately, the required efficiencies are very high and
therefore difficult to obtain in practice. To our knowledge
only a few DI tests of nonclassicality have been performed
thus far [17–21].
The issue can be addressed by adding extra constraints
on the resources that are available to the devices. One
such constraint is the requirement that the parties have
no access to shared randomness. With this added as-
sumption, it was shown [22, 23] that any experimental
setup with a non-zero detection efficiency can be used to
prove nonclassicality. Experimental realization of proto-
cols based on these ideas has been shown recently [24, 26].
However, lack of shared randomness is a strong assump-
tion, which is difficult to justify in practice. In this pa-
per, we propose a novel communication protocol, which
enables to relax this assumption. The modified proto-
cols retain their potential to provide conclusive results
for any positive detection efficiency and do not require
any additional constraints. This leads to a huge increase
in reliability of the tests of nonclassicality.
The idea behind the method is quite simple. Let us
take a standard nonclassicality test that involves one way
communication between a pair of parties, such that if
they are forbidden to use shared randomness they can
pass this test by using detectors of arbitrarily low effi-
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2ciency. Let us now run this test with two pairs of parties
performing it in parallel. However, in every round of the
test, we choose randomly the pairing between the senders
and receivers. If the devices rely on shared randomness
in their behavior then both senders should be correlated
with both receivers as they do not know to whom they
are sending their messages. Yet, if this is the case, there
might appear correlations in the outputs of the receivers,
which should not be there. If we penalize such correla-
tions, we might end up in a situation where using shared
randomness does not give any advantage.
This is, obviously, only the intuitive reasoning that
leads us to introducing the new method. In the rest of the
paper, we will show that it indeed works for the simplest
example of a communication protocol. We believe that it
might be as easily applied and extended to even complex
protocols. Now that we have outlined the method, we
shall present it thoroughly to show how it can be applied
in practice before reporting the experimental realization
of our test of nonclassicality.
II. SEMI DEVICE INDEPENDENT SCENARIO
A semi-device independent scenario involves two black
boxes representing state preparation and measurement
devices as shown in Fig. 1. The preparation device pre-
pares a physical system based on the input received and
communicates it, via an external channel, to the measure-
ment device. The measurement device returns an out-
put after receiving the communication and an additional
classical input. There are no assumptions on the internal
working of the preparation and measurement devices but
we do assume an upper-bound on the information capac-
ity of the system communicated between them. Here the
information capacity of our system is 1 bit. We prove that
the systems sent through it, necessarily, have nonclassical
properties and this is realized by using a method based
on a random access code. We’d like to note that these
two devices are presumably placed in a safe area and do
not have any access to any side channels nor shared quan-
tum entanglement. They may share correlated classical
variables but they are uncorrelated with the inputs.
The assumption on the upper-bound of the communi-
cation capacity might seem difficult to justify. It is, how-
ever, much easier to inspect the components of the device,
responsible for encoding the information in a physical
system, to find its dimension then to check if every log-
ical circuit and bit of software does what it is supposed
to do. Moreover, the SDI case has been well studied.
Our method would probably work just as well with other
possible constraints but as it is introduced here, we have
chosen to analyze it in a setting which makes it easiest
to analyze.
FIG. 1. Semi-device independent implementation in a prepare
and measure scenario. Preparation device communicates a
system depend on its inputs. The message is encoded in a
system with an upper bound dimension. The measurement
device has an output depend on its input and the message.
III. RANDOM ACCESS CODES
Random Access Code (RAC) is a communication com-
plexity problem. In the simplest case of a RAC, the
sender (Alice) is given an input a which consists of two
bits: a0 and a1. She is only allowed a single use of a
communication channel which transmits systems of unit
capacity to send a message to the receiver (Bob). This
means that the communicated system is a single bit and
qubit of information in the classical and quantum cases
respectively. The receiver, apart from the message, also
receives an input y ∈ {0, 1} and his task is to return one
of the bits that the sender received specified by this in-
put, i.e. ay. If we denote the output of the receiver by
b then the success of the task is measured by the prob-
ability P (b = ay|a, y). The use of RACs in quantum
information was mentioned already in [27] and the in-
terest in them has been present ever since [28, 29]. In
fact most of SDI protocols are based on RAC [6, 31, 32]
and depending on the targeted application, different fig-
ures of merit can be used, e.g.: average success proba-
bility Sav =
1
8
∑
a,y P (b = ay|a, y) [6, 31, 32]; worst case
Swc = mina,y P (b = ay|a, y) [28]; or even the whole set
{P (b = ay|a, y)}a,y [24]. Regardless of the chosen figure
of merit, quantum communication allows us to reach val-
ues, that are not possible for classical resources, thereby
making RACs a good choice for a test of nonclassicality.
For example, the maximum average success probability
when 1 bit is communicated is 0.75 while with 1 qubit it
can reach 0.85.
Just like other tests of nonclassicality, RACs are also
vulnerable to the detection efficiency loophole [10], which
leaves them inconclusive if the detectors frequently fail
to register incoming particles. The critical detection ef-
ficiency depends on the particularities of the test: the
choice of the figure of merit and the corresponding treat-
ment of the experimental rounds with no particle regis-
tered. In our work, we choose the most generic approach
for the latter case where we make our devices return a
random number whenever a detector fails to register a
particle . This artificially makes the effective efficiency
to be 100% as we observe an outcome in every round.
3This does however lead to a decrease in the maximal
success probability for the quantum case. For a given
maximum Q of the quantum theory, the detectors regis-
tering particles in η fraction of the rounds can yield the
largest success probability
Qη = ηQ+ (1− η)1
2
, (1)
which goes to 12 as η → 0. The classical value, on the
other hand, does not increase so it is straightforward to
find the η required for the quantum theory to be able to
provide an advantage. However, the critical η is usually
very high and extremely difficult to realize in practice.
Our goal is to propose a test for which η is as close to
0 as we would like it to be. From (1) we see that it
is possible if we can design a test for which the maximal
classical value is reduced to 1/2. In [22] it was shown that
this is the bound for the worst case success probability if
no shared randomness is available to the communicating
parties. As was stated in the introduction, we need tasks
with such a property as a starting point for our method.
This together with its simplicity makes RAC a perfect
candidate.
IV. PROBABILITY POLYTOPES
The considerations above are specific to RACs. How-
ever they can be generalized to different tests of non-
classicality using the framework of probability polytopes
introduced in [8]. Let us consider a set of conditional
probability distributions p(~x|~y) that can arise in an ex-
periment, where ~x denotes the set of outcomes of all the
devices in a single round of the experiment and ~y the
inputs. Let ~p be a vector whose elements correspond to
conditional probabilities for every combination of ~x and
~y. ~p can be used to characterize the behavior of any de-
vices employing any strategy. If we are testing these de-
vices, for example to see if they violate Bell inequalities,
we often look at the linear combinations of probabilities
p(~x|~y). Such tests can also be represented by a vector,
we denote it by ~t, living in the same space as ~p. The
quantitative outcome of the test is the scalar product of
~t and ~p.
The average success probability of a RAC, Sav =
1
8
∑
a,y P (b = ay|a, y), is an example of such a test. The
vector ~tRAC that corresponds to it has 16 elements be-
cause there are that many combinations of a, b and y.
These elements are equal to 18 whenever the correspond-
ing variables satisfy b = ay and 0 otherwise. The bound
on Sav when a single bit is communicated means that
for every possible classical protocol with that amount of
communication Sav = ~tRAC · ~pcl ≤ 0.75.
If the devices are classical then the set of allowed prob-
ability distributions ~pcl is a polytope. Its vertices corre-
spond to deterministic strategies. Every other strategy
can be considered as a convex combination of determinis-
tic ones and it will correspond to a point inside this poly-
tope. The set of quantum distributions is much harder
to characterise and, instead of faces, usually is bounded
by smooth curved surfaces. This set is, typically, strictly
larger than the classical polytope but their dimensions
are usually the same. This however is not always true
[33] and these are the cases that we find the most in-
teresting. Whenever, this happens then there exists a
vector ~t0 perpendicular to the subspace spanned by clas-
sical probabilities, i.e.
∀~pcl ~t0 · ~pcl = 0. (2)
At the same time, there must exist a quantum proba-
bility distribution ~pqm such that ~t0 · ~pqm = Q 6= 0. Let
us now consider again the case in which we have an ex-
periment that allows us to obtain ~pqm if we had perfect
detectors. If no particles are registered, we again assign
a random outcome. Since returning a random outcome
is also a classical strategy, the vector that corresponds to
the probability distribution observed in the experiment
is ~pη = η~pqm+(1−η)~pcl and the outcome of the test will
be equal to ηQ which is different form 0 for any positive
η. Therefore, it pays off to look for experimental setups
which have a different dimensions of the corresponding
quantum and classical sets.
We will see that the two approaches: looking for a
game with classical success probability 12 and for setups
with different classical and quantum set dimensions, are
complementary. The former provides us with more in-
tuition for our search while the latter gives us tools to
rigorously prove the correctness of our intuitive guess.
V. PARALLEL RANDOM ACCESS CODING
We define parallel random access code as a task in
which two pairs of senders and receivers perform RAC in
parallel but in each round they are paired randomly. Ad-
ditionally, the devices do not have access to information
about the pairing in any given round. This situation is
illustrated in Fig. 2. The inputs to preparation devices
P 0 and P 1 are denoted by a0 and a1 respectively and
by y0 and y1 for the measurement devices, M0 and M1.
The choice of pairing is denoted by a random variable x.
If x = 0, information from P 0 goes to M0 and from P 1 to
M1. Whereas for x = 1, P 0 communicates with M1 and
P 1 with M0. We state that the receiver n is successful if
bn = an⊕xyn .
In our setting, there exist 216 = 65536 different de-
terministic strategies. Because of symmetries between
some of them, these strategies correspond to 30496 differ-
ent points in conditional probability space. These points
span a 125 dimensional subspace (i.e. there are only 125
linearly independent vectors among 30496 points). Now
we need to choose a vector corresponding to the test that
we are going to perform. We choose it to be parallel to
the line connecting the point ~pqm corresponding to the
probabilities that would arise in the perfect quantum ex-
perimental realization of RAC and its projection onto the
4FIG. 2. Parallel RAC scenario consisting of two preparation
devices, P 0 and P 1, and two measurement devices, M0 and
M1. The pairing choice between the senders and receivers
devices depends on the value of random variable x. Here, the
solid line corresponds to the x = 0, and the dotted line to
x = 1.
classical subspace. It gives rise to the following figure of
merit
T =
∑
a00⊕a10⊕a01⊕a11=1
∑
y0 6=y1
∑
b0,b1,x
s0s1p(b
0, b1|a0, a1, y0, y1, x),
(3)
where s0 and s1 are success indicators of the two receives.
sn = 1 when b
n = an⊕xyn and -1 otherwise. Notice that
there is no obvious relation between T and average or
worst case success probability in RAC. This code was
only a step, necessary for us to find the number of in-
puts and outputs for each of the parties, which defines
the space and point ~pqm. Let focus on T, its classical
value is 0 and the theoretical maximal quantum value is
16 corresponding to the point ~pqm. Therefore, our result
is a general property of a probability space correspond-
ing to a parallel test with a certain number of inputs and
outcomes rather than of RACs. We conjecture that the
same (i.e. that classical polytope has lower dimension
than the quantum region) holds for spaces corresponding
to tests with different numbers of inputs and outcomes.
This looks plausible and indeed this conjecture which is
behind our optimism regarding the possibility of apply-
ing the same method in different scenarios. Now, we will
describe our experimental realization to obtain an exper-
imentally measured value of T.
VI. EXPERIMENTAL DEMONSTRATION
Our experimental realization is shown in Fig. 3. In
each preparation device, the information is encoded into
two spatial single photon modes |1〉 and |2〉. Any qubit
state can be written as α|1〉+ β|2〉 and can be prepared
by a suitably oriented half-wave plate, HWP(θ0) and
HWP(θ1) for P0 and P1 respectively. We used a her-
alded single photon source from spontaneous parametric
down conversion process at 780 nm.
|ψ0〉 = cos (2θ0)|1〉+ sin (2θ0)|2〉
|ψ1〉 = cos (2θ1)|1〉+ sin (2θ1)|2〉. (4)
For the four experimentally prepared qubit states, the
HWP settings for both θ0 and θ1 correspond to 0
◦, 45◦
and ±22.5◦. We have also added an extra HWP in each
device to assure the same polarization in both paths.
The choice of the two communication paths is made in
a region R, which consists of two PBSs and six HWPs,
and by properly adjusting the HWP orientation angles,
we choose the pairing of the devices. Note that we do
not consider the region R a device for the purposes of
our analysis. Another option would be simply to con-
nect senders and receivers by fibers randomly each round.
This would leave R empty but greatly increase the dura-
tion of the experiment.
The measurement devices consist of an interferometric
setup, one adjustable HWP(ϕ0) and HWP(ϕ1) for M0
and M1 respectively along with two polarization beam
splitters (PBS) and two single-photon detectors (Dij ,
i = 0, 1; j = 1, 2) for each device Mj . The success prob-
abilities are estimated from the number of detections in
the detectors Dij , after properly adjusting the orienta-
tion ϕj of the half wave plate in each of the measurement
devices M0 and M1. In our experiment, the two HWP
orientation settings are 11.25◦ and 78.75◦ respectively.
FIG. 3. Experimental setup. Information is encoded in two
spatial modes. The preparation devices Pi (i = 0, 1) con-
sist of a heralded single photon source emitting horizontally
polarized photons which, after passing through a half-wave
plate (HWP) suitably oriented at angle θi, can be prepared
in the required states. The measurement devices Mi consist
of a HWP suitably oriented at angle ϕi, polarization beam
splitter (PBS), single photon detectors Dij . The pairing of
the preparation and measurement devices is performed with
help of adjustable HWP plates and PBSs.
5Our single-photon detectors (Dij , i = 0, 1; j = 1, 2)
were fiber coupled silicon avalanche photodiodes (APD)
with effective detection efficiency ηd = 0.55 (with 0.85
fiber coupling and 0.65 for APD efficiency) and dark
counts rate Rd ' 300 Hz. The detectors Dij produced
output transistor-transistor logic signals of 4.1 V (with
duration of 41 ns). The dead time of the detectors was 50
ns. All single counts were registered using multi-channel
coincidence logic with a time window of 1.7 ns.
For each choice of settings a0, a1, y0, y1, x, we have reg-
istered 180.000 counts by triggers. Out of which 15%
of photons were detected, which corresponds to ≈2%
of simultaneous detections in both measurement devices.
Whenever, in a given round, no particle was detected by
a receiver, a random value was assigned to the outcome.
This enabled us the estimation of the conditional prob-
ability distribution p(b0, b1|a0, a1, y0, y1, x) and, in turn,
the value of T . We have obtained the value 0.172±0.013.
The probability that this (or more extreme) value is ob-
served in an experiment in which classical bits are com-
municated is extremely low. The corresponding p-value
is only 1.2× 10−38.
VII. CONCLUSION
The nonclassicality test, that we have introduced and
experimentally demonstrated, allows for arbitrarily low
detection efficiency without invoking extra assumptions
such as independence of the devices. This opens up a
whole new possibility for constructing semi-device inde-
pendent protocols based on this test, which can be easily
realized with today’s technology.
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