In this paper, we propose a digital watermarking algorithm based on the Slant transform for the copyright protection of complex textured images. A lot of images in practical applications, such as remote sensing and medical archiving, contain complex textures. With more AC energies concentrating in the high frequency components, images with complex textures usually suffer more from common image processing operations than smooth images do. Therefore, watermarking robustness is more an issue for textured images though it is commonly recognized that highly textured images provide more capacity for data hiding without introducing too much degradation to the visual quality of original images. Experimental results showed that our Slant transform watermarking provides significant advantage for watermark insertion and retrieval for images with complex textures such as satellite images. An analytical comparative study on the performance of the Slant transform adapting our earlier watermarking schemes for fast Hadamard transform will be performed based on its robustness against various Stirmark and Checkmark attacks.
INTRODUCTION
Copyright protection and authentication of digital multimedia contents is increasingly becoming more and more important in parallel with the tremendous development of the Internet. To counter this growing information security problem of illegal distribution and counterfeiting, much research effort has been invested in digital watermarking in the past few years. A lot of images in practical applications, such as remote sensing and medical archiving, contain complex textures. Although it is commonly recognized that highly textured images provide more capacity for data hiding without introducing too much degradation to the visual quality of original images, watermarking robustness is more an issue for these images for the reason that usually textured images suffer more from common image processing operations than smooth images.
In this paper, we propose an improved digital watermarking algorithm based on the Slant transform for the copyright protection of textured images. The Slant transform has been applied to many image processing applications, such as transform coding and image restoration [1, 2, 3] along with many fast algorithms have been proposed for it [4] . The Slant transform has many similar properties to the Walsh-Hadamard transform. Designed to match basis vectors to areas of constant luminance slope, the Slant transform is good for compact energy in "smooth" images. However, in terms of watermarking, it works better for textured images, for the energy spread becomes a significant advantage in watermarking and offers a good spread of middle to higher frequencies with significant energies for robust information hiding. This has brought us to consider protecting the copyright of textured images using the Slant transform watermarking.
The proposed algorithm will be evaluated based on its robustness against various Stirmark [5] and Checkmark [6] attacks using test images with different textures. The performance comparison results of the Slant transform for complex textured image watermarking against Hadamard transform will also be presented. The rest of this paper is organized as follows. In Section 2, the Slant transform is briefly reviewed. Then, our proposed watermarking method is elaborated in Section 3. Simulation results are presented in Section 4, these include comparison of the Slant transform scheme to the Hadamard transform scheme in [7, 8] . Finally, the conclusions are given in Section 5.
THE SLANT TRANSFORM
Let U be the original image of size N × N , its 2-D Slant transform is given by
where S N is the N × N unitary Slant matrix. The inverse transformation to recover U from the transform components matrix V is given by
The Slant transform is a member of the orthogonal transforms. It has a constant function for the first row, and has a second row which is a linear (slant) function of the column index. The matrices are formed by an iterative construction that exhibits the matrices as products of sparse matrices, which in turn leads to a fast transform algorithm.
The Slant transform matrix of order two is given by
The Slant matrix of order four is obtained by the operation
where a 4 and b 4 are scaling constants. The orthonormality conditions lead to:
Equation (4) can be generalized to give the Slant matrix of order N in terms of the Slant matrix of order N/2 by the following recursive relation:
(5) The matrix I N 2 −2 is the identity matrix of dimension
The constants a N , b N , may be computed by the formulas:
WATERMARKING IN SLANT TRANSFORM DOMAIN
A generic block diagram of a blind watermarking system [?] is shown in Figure 1 . The original image is not necessary at the watermark extraction stage. This refers to a "blind" watermarking process. A visually recognizable pattern is embedded by modifying the Slant transform coefficients of relevant sub-blocks of the host image. The detailed imageembedded watermark insertion and extraction algorithm are discussed in this section. Copyright information in the form of a trademark or logo can be created as a pattern for watermarking. In our experiment, a grayscale image of size 64 × 64 is used as the watermark. The watermark embedding process is shown in Figure 2 . We adapt a similar image-embedded watermark insertion algorithm as in [7] , while using the Slant transform domain instead of the Hadamard transform domain. The algorithm can be described as follows. The watermark image, W, is first transformed into a set of Slant transform coefficients by Equation (1) . A Slant transform matrix of order 64 is applied to this image, and then a Slant transform components matrix is obtained. The DC component is stored in the secret key file and the AC components are used for watermark embedding.
Let the original image be X. Similar to the algorithm used in [7, 8] , it is decomposed into a set of non-overlapped sub-blocks. An pseudo-random number generator is used to select a certain number of sub-blocks for watermark embedding, whose initial seed is also contained in the secret key file. In every selected sub-block, sixteen middle and high frequency coefficients are used for consequent modulation. The coefficient selection affects the performance of the watermarking scheme significantly. The high frequency components are relatively vulnerable to compression operations, while the low frequency components must be retained for visual quality of the watermarked image. Therefore, most existing watermarking schemes choose to embed the watermark into the middle frequency band. In our scheme, embedding locations as shown in Figure 3 are adopted. These locations are selected based on a tradeoff analysis between robustness and data integrity.
Let the watermark Slant transform coefficients denoted by w i . The AC coefficients of Slant transformed original image sub-blocks, before and after inserting watermark are denoted by x i and x * i , respectively, where i ∈ (0, n] and n is the number of the watermark coefficients to be embedded into every sub-block, which is set to 16 in our experiment. The embedding formula is given as follows
where α is the watermark strength factor that controls the tradeoff between visual quality of the watermarked image and robustness of the watermarking scheme. After embedding, the original coefficient x i is replaced by x * i and a new 8×8 matrix of Slant transform components of image sub-block is obtained. The inverse Slant transform is then applied to the matrix using Equation (2) to obtain the luminance matrix of the watermarked image sub-block. After performing the watermark insertion for all the selected sub-blocks of the original image, a watermarked image,X, is obtained. At the same time, as indicated earlier, the secret key file has been generated for subsequent decoding.
In watermark detection, the positions of the sub-blocks with watermark embedded are computed using the initial state number of the pseudo-random number generator that is contained in the key file. All the selected sub-blocks are Slant transformed. Let these coefficients denoted byx * i and the retrieved watermark Slant transform coefficients byŵ i , where i ∈ (0, n] and n is the number of the watermarked coefficients in every sub-block. The watermark extraction Fig. 3 . Embedding locations in one selected Slant transform components block.
formula is given byŵ
The above extracted AC coefficients and the DC component stored in the key file are rearranged into a Slant transform components matrix. The extracted watermark image,Ŵ, is then obtained by an inverse Slant transform using Equation (2).
SIMULATION RESULTS
We use two 512 × 512 gray-scale satellite images with different distinct textures to test our algorithm. The original and watermarked images are shown in Figure 4 . Results show that there are no perceptually visible degradations on the watermarked images with a PSNR of 37.43 dB for Singapore and 40.65 dB for Dolomites. The Slant transform watermarking scheme is benchmarked using Stirmark 4 [5] and Checkmark [6] . Sample results of the Singapore are reported in Table 1 . We can see that the Slant transform watermarking is robust to additive noise and common image processing techniques.
We also compare the robustness of the Slant scheme to the Hadamard scheme in [7, 8] nance slope, it is good for compact energy in "smooth" images. However, in terms of watermarking, it works better for textured images, for there would be more Slant transform bands remained intact due to the energy spread to more middle or low frequency bands. It follow therefore that the Slant transform is very robust when applied for watermarking textured images, which usually suffer in common image processing operations such as compression.
CONCLUSIONS
This paper has presented a robust watermarking technique for copyright protection of textured images based on the Slant transform. The embedding and extraction processes have been described in details. The Slant transform has more useful middle and high frequency bands than several high gain transforms, especially for images with complex textures such as satellite images, which provides a good "hidden" space for digital watermarking. This research is based on our previous work on the Hadamard transform [7, 8] . Comparison results between the Slant transform and the Hadamard transform showed the significant advantage of the Slant transform for robust watermarking of complex textured images.
