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RFID (radio frequency identification, RFID) is an untouched auto-identification 
technology. Now RFID technology is used in a lot of facets of industry manufacture 
and everyday life, but there are two troubles which can not be ignored in RFID system. 
They are security and costs. Therefore, it is important to research on RFID security 
technology. 
 This article describes structure and Principle of the RFID system，the existence 
of the system security and privacy issues are elaborated in detail and this article gives 
RFID systems security needs as well as on the existing radio frequeney system for the 
safety assessment of the agreement, pointing out its deficiencies.On this basis, the 
RIFD multi-prover model is proposed. It is more secure than sigle-prover model. 
Based on this model, this paper proposes a new threshold secret sharing scheme based 
on elliptic curve, and named MPBE. This article even is designed a RFID security 
protocols that based on MPBE, and the security and performance of the protocol is 
analysed. Finally, the main works of this paper are concluded and the future research 
fields are pointed out. 
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