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Abstract—Currently, the discussion about smart city 
becomes a trend topic in which the development of the Internet 
of Thing (IoT) is used in various sectors including in the 
manufacturing sector where the Indonesian government is 
intensively increasing the capacity and production quality. The 
use of IoT in both smart manufacture and smart city become 
an interesting thing topic for research and the combination of 
the new technology Blockchain, may proof the reliability of 
data. Trust, transparent, secure, real time online process as a 
new phenomenon to merge IoT with Blockchain technology 
into smart manufacturing technology. However, for 
maintaining quality and sustainability, required technology 
governance so the achievement of implementation can be done 
well. This research uses the method called Systematic 
Literature Review (SLR) find the Blockchain adoption factors 
for Smart Manufacturing Technology Governance and the 
research conducted on several reputable publications.  The 
result found, there are 35 adoption success factors found from 
the adoption of blockchain technology into smart manufacture 
industry.  The influence of the technology governance process 
in smart manufacture industry increase sustainability, real-
time and accurate decision making for the industry.   
Keywords—Smart City, Smart Manufacture, Systematic 
Literature Review, Blockchain, Technology Governance 
I. INTRODUCTION 
Recently, Industry 4.0 is a topic of discussion where the 
cyber physical system, robot, IoT, a sensor as part of the 
integrated parts of Supply Chain Management (SCM) 
system.  Supply chain as a critical part of manufacture and as 
a competitive advantage of the company[1].  
The development of the city in the smart city, in which a 
basis of the development city is technological information[2] 
therefore, Internet of Think (IoT), sensor, robot, RFID as a 
common think used.  However, the impact of the smart city 
can cause the development for another industry such as 
supply change and manufacturing management, which will 
be transformed into intelligent/smart manufacturing and 
intelligent/smart Supply Chain Management[3] where the 
transformation uses technology information as the basis, 
such as IoT, RFID, censor. 
The use of technological information for both the smart 
city and smart manufacturing create another issue of problem 
such as trojan, malware and on occasion, the malfunction of 
system[4], the governance of technology become an 
important aspect that all parties must meet, the new 
technology that was used for almost a decade used in the 
financial institution called Blockchain can be used to protect 
the technology information used in smart city and in smart 
manufacturing[5][6]. 
The use of the new Blockchain technology brings new 
innovation, such as the visibility of the collaboration of 
governance of IT projects in smart manufacturing[7], the 
improvement of security, traceability, immutable history 
transaction[5], the digital signature as a technology 
governance service[8], monitoring of automobile capacity 
and identity[9], governance of decentralization based on 
consensus all parties [10], real time on line decision-making 
process[11], digital trace of human activities[2], and robot 
[12]. 
The research question for this research is what are the 
blockchain adoption factors that can be used for smart 
manufacturing? and Do technology governance creates value 
added for the adoption?  The method used in this research is 
SLR method to find the blockchain adoption factors for 
smart manufacture with technology governance and 4 
reputable publishers used in this report, which is Science 
Direct, IEEE Explore, Emerald and Taylor and Francis. The 
result found 35 adoption factors from the literature review. 
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II. LITERATURE AND METHOD 
A. Smart City 
The smart city has many definitions, there is a definition 
said that a city that seeks a public address problem by using 
the technology infrastructure based as a solution and a city 
with multiply based associations[3].  The smart city can be 
said as an intelligent city in which technological information 
as a basis of the infrastructure, such as the Internet of Things 
(IoT)[2]. 
B. The Smart Manufacturing  
The Smart manufacturing is a part of the smart city entity 
in which the collaboration of both through the use of 
technological information makes the process efficient[13]. 
The successful collaboration service such as smart 
transportation, tracking capacity, real-time information, 
accuracy makes supply chain management in the era of 
innovation[3].  The technological information used to 
support the activity such as IoT, RFID (tracking), robot & 
censor (manufacturing).  
C. Information Technology Governance 
Information Technology Governance (ITG) is an 
organizational board and level of IT management responsible 
for controlling, managing and formulating of the current and 
future IT implementation[14]. Blockchain technology 
governance is blockchain technology used as a platform to 
control recent and future development of the technology. 
However, the technology government used in blockchain 
technology produce another value added for industry, such as 
strengthening security and privacy[15],  
transparencies/visibility/openness with digital 
identification[13]   
D. Blockchain 
The new Blockchain technology that was first published 
in 2008 by a person or group named Satoshi Nakamoto [16] 
and initially the Blockchain technology used for financial 
transaction, however the development of Blockchain 
technology with smart contract feature, it creates more 
Blockchain value where the Blockchain technology can be 
used beyond the financial transaction, such as Supply Chain 
Management(SCM)[17].  However, the use of smart contract 
can also be used in smart manufacturing to control the 
technological information used, such as IoT, RFID[10].  
E. Systematic Literature Review Method 
The research used systematic literature review (SLR) to 
find the background theory of the objects research.  The 
keywords used in this investigation are:  
“Blockchain Governance” OR “Smart Manufacturing” 
OR “Technology Information Governance” 
 
FIGURE 1. SLR Process 
The search articles come from 4 reputable publishers that 
are Emerald, Taylor, and Francis, IEEE Explore and Science 
Direct in the last 5 years from 2013 until 2018.  The SLR 
process as shown in figure 1 consist of 3 parts in the first part 
of the search process performed by using the 3 keywords and 
found 344 document in total, then continue with the second 
part where the document reading the title, the introduction 
and only the document that dealt with the similar issue  
become the candidate document and found 59 articles, and 
the last one, reads in detail from candidate document, the 
document that matches the topic that will be selected and 
used in this document, consisting of 14 paper articles.  
F. Research design 
The design of the research can be seen in figure 2 on the 
way to find the adoption factors.  In figure 2, the smart city 
and smart manufacture use the IoT or the basis in 
information technology where the technology of blockchain 
can be used for information technology[2].  However, 
success manages the technology required by governance to 
ensure that technology is used to operate and function as 
planed[6].  
FIGURE 2. Research Design 
III. RESULT AND DISCUSSION 
The result of the systematic review of literature shown in 
table 1 are factors found, from each article represent the 
author of paper, the year of publication, and the author’s 
country.  The explanation of the year found in this article 
started in 2015, it due to the relaunch of the smart contract 
(Ethereum) of the blockchain as the solution as the solution 
for the enterprise system in  2014[17] 
TABLE I.  FACTORS, YEAR, COUNTRY, AUTHOS AND REFERENCE 
No Authors Year Country Factors Reference
1. Elcio 
M.Tachizawa, 
et al  
2015 Spain Relation, 
Density,  
Risk,  
Cost,  
Real-time, 
Openness,  
Secure, 
Automation 
[3]
2. Mandrita 
Banerjee, et 
al 
2018 USA Secure 
Integrity, 
Sharing 
[18]
3. Peter Yeoh 2017 UK Trust, 
Consensus, 
Visibility 
Permission less, 
Share data 
Secure 
Cost, Risk 
[19]
 
 
 
 
 
 
 
Technology 
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No Authors Year Country Factors Reference
4. Victoria 
Louise 
Lemieux 
2016 Canada Authenticity 
Reliability 
Risk 
Cost  
Trust 
[8]
5. Si Chen et al 2017 China Trust, 
Cost, 
Quality, 
traceable,  
[10]
6. Iroshan 
Abeykoon, 
Xiaohua Feng 
2017 UK Security, 
Immutable, 
traceable  
[5]
7. Li, Zhi et al 2018 China Flexibility, 
Efficiency 
Availability 
Security 
Distributed  
Scalability  
Trust 
[18]
8. Ali Dorri, et 
al  
2017 Australia Security, 
Tracking,  
Safety, 
resilience  
[9]
9. David Burth 
Kurka, 
Jeremy Pitt 
2017 UK Automation, 
Communication, 
Reliable 
Compliance 
Distributed 
Open 
Efficient  
[11]
10 Karine K. e 
Silva 
2017 Netherland Security, 
Decentralization 
Transparent 
Legal 
Accountable 
[4]
11 Li Da Xu, 
Eric L. Xu & 
Ling Li 
2018 USA Integration,  
Automation 
Real-time 
Efficiency 
Cost 
[12]
12 Ana Reyna, et 
al 
2018 Spain Reliability 
Security 
Share-
information 
Trust 
Consensus 
Legal 
Integration 
[20]
13 Chiehyeon 
Lim et al 
2018 South 
Korea 
Safety 
Traceability 
Sustainability 
Knowledge 
transfer 
Integration 
[2]
14 Vagan 
Terziyan et al 
2018 Finland 
Ukraine 
Automation 
Flexible 
Integration 
Transparent 
Real-Time 
Decentralization 
Collaboration 
 
[6]
A. Adaption factors description 
From the table I, it can be concluded that secure is the 
factor of greatest  adoption found by 14 authors, 7 (50%) 
authors mention that secure become the favorite factor in 
which security is found as synergy required for collaboration 
between smart city and smart manufacturing, however SCM 
itself mean open systems[3].  The value of blockchain can be 
used as the solution for the factor because blockchain 
technology is secure for the community. 
The second most commonly encountered factors are cost, 
trust, and integration 5(36%) out of 14 authors. The cost, 
trust, and integration are used as important part of the 
operational process between the smart manufacture and other 
parties (for example, client, supplier) and integration among 
the trusted IoT devices,  RFID, Robot[4][20]. The data 
integration is an important factor for decision making[6] and 
the last is operational cost reduction. 
The third adoption factors found are automation and 
traceable, where 4 authors (29%) out of 14 authors 
mentioned automation and traceable as adoption factors, 
however, Blockchain technology with transparent capacity 
will be used for traceability and Blockchain Smart contract 
support for automation[17]. 
The forth factors found are efficient, risk, real-time, 
reliable and share adoption factors from 3(21%) out of 14 
authors, Blockchain technology is sharing/distributed ledger 
system[6][20] that makes efficient, low risk, real-time, 
reliable of data that makes the process improve the speed of 
the output[3]. 
There fifth factors found are consensus, decentralized, 
distributed, flexibility, legal, open, safety and transparent 
where 2 authors (14%)out of 14 authors mentioned the 
adoption factors found, and 1 author (7%) out of 14 authors 
stated that authenticity, accountable, availability, 
collaboration, communication, compliance, density, 
immutable, knowledge transfer, permission less, quality, 
relation, resilience, scalability, sustainability and visibility 
are the adoption factors.  The conclusion of the factors can 
be seen in figure 3 as per authors references. 
FIGURE 3. Factor found by references 
B. Secure  
The 7 papers (20%)out of 35 factors discussed the 
security factor. The security as one of the important factors 
for smart manufacturing[9].  The implementation of IoT in 
smart manufacture create cyber security implication such as 
hacker that may cause the problem, therefore the 
implementation of blockchain cause robust smart 
manufacturing[15].   
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C. Cost  
The cost factor is the important factor as the cost 
reduction as an important factor of the aim of industry 4.0 
(smart manufacture)[12], 5 papers (14%) discussed the cost 
factor.  The cost reduction can be done by implementing 
blockchain such as reduce middle man in the process[21]. 
D. Integration 
There are 5 papers (14%) discussed integration factor, 
the usage of blockchain in smart manufacturing is to 
integrate the process in the industry 4.0 (smart manufacture) 
[12] as technology governance part of the process to make 
sure the reliability of data and information[20]. 
E. Trust  
5 papers (14%) found discussed trust where the trust of 
data (transaction or process) is one of the important factor in 
the operational smart manufacturing[8] and industry 4.0[12]. 
Permissioned Blockchain uses to control the access given 
for trusted personal only[15].  The consensus, immutable 
and distributed ledger of the transactions cause the trust of 
the process of blockchain[8].       
F. Automation 
4 papers (11%) found discussed the integration of 
blockchain in process of smart manufacturing (IoT, Censor, 
Robot) [4]. Smart Contract of Blockchain makes all the 
activities (predefine consensus process) can be run 
automatically[17]. 
G. Traceable  
4 papers (11%) found discussed the traceable value add 
as the traceability of the product become important factor 
found[9]. Merkle Tree method in Blockchain makes any 
transactions easily to trace due to the linking of the 
transactions[8]. 
H. Efficienct 
3 papers (9%) found discussed efficient factor and it is 
true the usage of IoT, robot, and sensor to make the process 
in the manufacturing more efficient[18].  Blockchain with 
smart contract causes the IoT, robot, and sensor could run as 
defined and safe[17].   
I. Risk  
The risk factor discussed in 3 papers (9%) out of 35 
factors and risk as integration operation part in the smart 
manufacturing and smart cities such as in the area of 
regulation[3][19].   Physical cyber-attack or hacker is the 
risk concern however by using Blockchain that implements 
hashing, consensus, Merkle tree model can reduce the 
risk[8] 
J. Real-time  
Real-time (9%) is one of the factors found in smart 
manufacture is real-time process and information and the 
blockchain can be adopted to make real time and also trust 
of the data and information[3][6][12].  
K. Reliable  
3 papers (9%) found discussed reliable factor the 
concern of reliability of data and information become an 
important part of smart manufacturing become the aim of 
technology governance as well [20][8]. 
L. Share  
One of the added value of usage of blockchain is sharing 
capability where every counterpart will have same 
information received, 3 papers (9%) found discussed this 
factor [18][19][20]. The sharing data come from IoT and 
sensor. 
M. Concensus, Decentralized, Distributed, Flexibility, 
Legal, Open, Safety, and Transparent  
There are 8 factors found and discussed by 2 papers 
(6%) out of 35 factors found. The decentralization aspect 
discussed in the decision model[6], and the distributed of 
information or open information and transparent of 
information come from the use of IoT or sensor that share 
any information and broadcast to the related parties as one 
of important factor[18], the flexibility of process by using 
the IoT[18], Legal aspect as one of important factor as 
regulatory requirement[19] however, Blockchain apply the 
governance with consensus, immutable and distributed 
ledger cause the transparent of information to all parties[17].  
N. The rest of the 16 factors 
The rest 16 factors discussed by 1 paper (3%) out of 35 
factors found which is an authentic and accountable factor 
that important of the product information or data [8], 
availability of information become important factor[18], 
collaboration, communication, compliance important as part 
of decision model and regulation[6].  Blockchain with 
immutable, consensus transaction create the authentic and 
accountable of information or data[8], the distributed system 
create availability of information for all parties, Blockchain 
with consensus create the collaboration, communication 
between parties and also the compliance[17]. 
O. Background of author’s Country 
Author’s background country is the part need to consider 
in this research, because the background of the country the 
implementation consideration of the smart manufacturing 
which is UK (20%), USA (13%), China (13%), Spain (13%) 
and the rest is Canada, Australia, Netherland, South Korea, 
Finland, and Ukraine with 7%.  
P. Technology Governance of Blockchain  
Technology governance makes trust and sustainable of 
business process. Blockchain distributed ledger technology 
make the information secured, trusted, consensus and 
visibility, therefore it can be applied for the smart 
manufacture.  For the example Signature in digital format 
[13], for tracking ownership of car[9], and the real-time 
process technology as a blockchain technology services.  The 
several value added of the usage of Blockchain applied with 
technology governance can be seen in figure 4 
FIGURE 4. The Blockchain Technology Governance value add 
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IV. CONCLUTION 
The research conclusion shows that the 35 factors 
adoption found are the important or key factors for the 
implementation for smart manufacture with the technology 
governance. However, the value added of the usage of 
blockchain impact to all stakeholders of the smart 
manufacture[4][6] [13][15][20]. The influence of the 
technology governance process in smart manufacture 
industry increase sustainability, real-time and accurate 
decision making for the industry. 
Limitation of this research paper such as total publisher 
used, only English language paper used, and limited access 
paper. 
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