It is an important and an interesting research paper in which we will study the different protocols their working paths, areas, limitations their connectivity to each other regarding VANET. As we know that VANET can be viewed as a subset of MANET; vehicles are used as mobile nodes in VANET. In VANET, each vehicle is considered as a node. In VANET, vehicles are connected to each other or to roadside units through wireless media which creates a wide range network. These vehicles act as mobile nodes that enable handoffs i.e. vehicles can drop out of the network by move out of the signal range.
INTRODUCTION
With the recent development in electronic devices and advancement in mobility, wireless networks are preferred over wired networks. The need of access to internet services motivates new wireless network known as ad hoc network. There are no central management units in ad hoc network, nodes or mobile nodes can directly communicate to each other. Multi-hop communication is formed between two end users.
VANET can be viewed as a subset of MANET; vehicles are used as mobile nodes in VANET. In VANET, each vehicle is considered as a node. In VANET, vehicles are connected to each other or to roadside units through wireless media which creates a wide range network. These vehicles act as mobile nodes that enable handoffs i.e. vehicles can drop out of the network by move out of the signal range.
Similarly, the vehicles outside the range can connect to other vehicles of the network while on move to form an ad hoc network is created between them. It uses DSRC (Dedicated Short Range Communication) with band between 5.8 to 5.9 GHz and data rate between 6 to 27 mbps [1] . Types of communication in VANET are V2V (Vehicle to Vehicle) communication and V2R (Vehicle to Roadside Unit) communication. The applications of VANET are basically divided into two broad categories:
Safety related: Applications like deceleration warning, road conditions warning, collision alert, merge assistances" which lays stress on timely distribution of safety critical alert to nearby vehicles [2] .
Internet connectivity related: video streaming, audio, web browsing and accessing emails are some of the connectivity related applications, where the focus is on the availability of stable internet connectivity and high bandwidth [3] . The main challenges in the adoption of VANET architecture for future vehicular applications can be [4] For safety applications, low latency required Wide growth in multimedia and interactive applications increasing concern about privacy and security. This chapter discusses topology based routing protocols with the aim to identify suitable routing protocol for VANET. This chapter is further divided into three sections: In section 1, various routing protocol in VANET are discussed. In section 2, comparison among various routing protocols is done and Section 3 concludes the review of routing protocols.
ROUTING PROTOCOL IN VANET
There are various research issues in VANET related to system design and implementation which includes security, routing, connectivity and quality of service [5] . Focus of routing protocol is to provide an optimal path from source to destination with minimum overhead. The categories are: Position based, topology based, broadcast based, cluster based and geo cast based routing protocols [6] . Communications in VANET are: unicast, multicast and broadcast.
There are three types of network topologies in VANET: flat routing, position routing and Hierarchical routing. Topology-based routing protocols are traditional MANET routing protocols. Topology-based routing protocol is further categorized into three categories: Proactive (periodic), Reactive (on-demand) and Hybrid.
Position Based routing Protocols
In this, geographical position information of node is used to send packets from source node to destination node. GPS (geographic position system) helps node and its neighbors to decide their location. Nodes within the radio range of node are known as neighbor nodes. Whenever source node needs to send packet to destination node, it just has to add the position of destination in the header of the packet.
In this protocol, no information regarding route discovery, route maintenance or topology is needed. There are basically two parts for forwarding packets, first find the location and another is packet forwarding. Few position based routing protocols are DREAM (Distance Routing Effect Algorithm for Mobility) and GPSR (Greedy Perimeter Stateless Routing). [7] The protocols in this category provide good performance in highway environment because of high mobility of vehicles and less number of obstacles. No routing tables need to be maintained, network topology does not ISSN: 0971-1260 Vol-22-Issue-3-July-September-2019 P a g e | 695
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Topology based routing protocols
In topology based routing protocols, the available information of link in the network is used for packet forwarding. Dynamic routing decisions are made in network. Proper route is needed for packet forwarding in a network. It sends unicast, multicast and broadcast type of messages. Route discovery is done when needed or a routing table is always maintained at node. These routing tables keep on refreshing themselves with a period of time. Further topology based routing protocols are divided into three categories, they are: Proactive, reactive and hybrid routing protocol.
1) Proactive routing protocols
Proactive routing protocols are also acknowledged as 
2) Reactive routing protocols
Reactive routing protocol is also recognized as on-demand routing protocol. In this protocol, route is only discovered while it is needed and it maintains only those routes which are being used. Thereby reactive routing protocol has an advantage over proactive routing protocol i.e network overhead is reduced. Reactive routing protocol is useful in highly dynamic network. Reactive routing protocol has a disadvantage that it takes long time for route discovery Process. Few routing protocols under this category are DSR (Dynamic Source Routing) [8] , AODV (Ad hoc On-demand Distance Vector Routing) [9] and TORA (Temporally Ordered Routing Protocol) [10] .
a) AODV (Ad hoc On-demand Distance Vector Routing)
AODV is an improved version of DSDV (Destination sequenced Distance Vector). In this, it executes the routefinding process and exchange of routing information happens only when a route is required by a node to communicate with destination.
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There are three phases: 1) Route discovery phase: A RREQ (Route request) packet is broadcast via flooding to all neighbors, broadcast ID gets incremented each time when a source uses RREQ packet. Broadcast ID and Source IP address form a unique identifier for the RREQ.
Each node receiving RREQ forwards RREQ to its neighbors if it is not the destination node. If it is destination node or node which knows recent path to destination, it sends back RREP to sender. Sequence number helps to avoid the chances of circulating the same packet more than once. 2) Data Transmission phase: After getting the route information from source to destination it starts forwarding data to the route with the least number of hop count.3) Route maintenance phase: If data transmission fails due to breakage of link then Route maintenance comes into place. The last node of link breakage will process route discovery phase.
DSR (Dynamic Source Routing)
In this protocol, route is discovered when needed, it is an on demand routing protocol. It is called source routing because it does not update routing table of nodes, instead it stores the route in nodes cache. Destination sequence number ensures loop free route to destination. It is multi-hop protocol. There are two phases: 1)
Route Discovery phase: when route is needed, it broadcast route request and nodes who receives these packets rebroadcast further and so on. If Destination or the node which has route to destination, gets route request then it saves the path in cache for further use and send back the route reply along with the path to source. 2) Route maintenance phase: if source gets route error messages then it delete that particular route from its route cache and use any alternative route to destination. If no alternate path is available, then it run route discovery phase. It works best in low mobility network due to less overhead.
TORA (Temporally Ordered Routing Protocol)
TORA is on-demand routing protocol. This protocol does not implement a shortest path algorithm. TORA creates a directed acyclic graph (DAG) which contains nodes between the source and the destination. In DAG, as no two nodes can be at the same height, so data flow will be from higher to lower nodes. TORA is loop free multipath routing protocol and data cannot flow back. Route information of adjacent nodes is collected by performing three phases 1) Route creation: formation of DAG 2) Route maintenance: if link broken thenthis phase come into action and create new DAG 3) Route Erase: to erase the invalid routes, broadcast clear packet (CLR) throughout the network.
3) Hybrid routing Protocols
Hybrid protocols exhibit the functioning of both proactive and reactive protocols. In this protocol, network is divided into zones so that it can reduce the overhead incurred by proactive protocols and reduce the time taken for route discovery in Reactive Protocol. Inside the zones it uses Proactive routing Protocol and outside the zones it uses Reactive Protocol for zone to zone communication. ZRP (Zone Routing Protocol) falls under hybrid routing protocol.
ZRP (Zone Routing Protocol)
ZRP is a hybrid wireless protocol which divides the network into zones based on factors like: signal strength, speed, power of transmission and many other factors. The area inside the zone is in range area for the particular node which lies in the zone and vice versa. For destinations outside the zone, ZRP uses the reactive routing schemes while proactive routing schemes are used inside the zone.
Within the zone, node uses proactive protocol so that delay before sending a packet is minimal. For outside region of zone it uses reactive protocol to discover route and transmit data to border node which pass the packets to destination node. This packet consists of a unique sequence number, the source address and the destination address.
As soon as the border node receives a route request packet, it searches for the destination within its zone. When the packet reaches the destination, it sends a route reply back to the source node by reversing the sequence of addresses and copying to route reply packet. Otherwise the border node adds its address to the route request packet and forwards it to its own border nodes. When the source node receives a reply, it stores the path and transmits data to the destination. ZRP targets larger zones, performs like a pure proactive protocol while for smaller zones it performs similar to a reactive protocol.
Broadcast Based routing protocols
As the name suggests it broadcast the packet in the network. These packets are available to all the vehicular nodes which are in the range of broadcast domain. This protocol is mostly used for safety or emergency information related announcement to all Vehicles like road block, accidents etc. 
Cluster Based routing protocols
In this, cluster of vehicle are created based on different characteristics like direction, speed etc. A cluster head is elected to provide communication between different clusters. Communication inside the cluster is done through the direct route but for outside cluster it creates a virtual network infrastructure. Cluster heads of different clusters communicate with each other. Limitation of this is that high delay may occurin case of large no of clusters so the overhead also increases. COIN (Clustering for Open Inter Vehicular Communication Network) falls under cluster based routing protocol.
Geo Cast routing protocols
In these types of protocols multicast packet forwarding is done. One source can send packet to a group of nodes which act as destination. In this protocol, one vehicle can send a message to a group of vehicles in particular geographical area, this area is also referred as zone of relevance (ZOR). Membership is defined for every particular ZOR. Packet delivered from different geographic zone to another ZOR is called as ZOF (Zone of Forwarding).
In this way we find and discussed various Protocols their activities and working in Network Connectivity, Speed & Security. Really, this research paper gives a study to know the working paths and areas of different protocols regarding VANET.
