C
omputers have become a part of the genesis of a new crime form (Parker, 1989 ) that has added computer programmers, computer operators, and electronic engineers to the traditional categories of criminals. Computer crime is a broad concept, encompassing a variety of criminal activity. The National Institute of Justice (2000) defines computer crime as any violation of criminal law that involves the knowledge of computer technology for its perpetration, investigation, or prosecution.
Hacking is usually categorized in the literature as one particular type of computer crime (Bequai, 1987; Duff & Gardiner, 1996; Parker, 1989; Rosoff, Pontell, & Tillman, 2002; Sieber, 1986; Stewart, 1990) . Hacking is also used as a general term denoting various activities, the severity of which varies. A hacker may be a programmer who explores, tests, and pushes computers to their limits but whose activities could also include destruction or sabotage of important data on individual or corporate computers belonging to others (Stewart, 1990) .
The hacker community is clearly male dominated (Ball, 1985; Gilbora, 1996; Jordan & Taylor, 1998; Turkle, 1984) , and hackers are typically young adults (Ball, 1985; Duff & Gardiner, 1996; Hollinger, 1991) . Most hackers have no previous criminal record, are White, The current study is designed to examine the social construction of the reality among Israeli computer hackers through the accounts they use to explain their deviant behavior. This is accomplished through the use of the phenomenological-interpretive approach (Geertz, 1973) that examines social and cultural reality according to the viewpoint of those who take part in it. Thus, the purpose of this approach is not to report the actual reality but rather to describe the way the participant experienced, explained, and interpreted this reality. To this end, the researcher's text is itself an interpretive structuring of reality.
In probably the best recent empirical work based on qualitative exploration of the hacker community, Taylor (1999) examines hackers' motivations (i.e., what pushes hackers to hack). Taylor (1999, p. 46) found six motivations for hackers: feelings of addiction, urge of curiosity, boredom with the educational system, enjoyment of feelings of power, peer recognition, and political acts. Our point of departure is at this point because the current article examines hackers' accounts rather than their motivations.
An account is a statement made by a social actor to explain unanticipated or untoward behavior, not routine, commonsense behavior in a cultural environment that recognizes that behavior as such (Scott & Lyman, 1968, pp. 46-47) . The deviant label can be accurately attached to an actor only if he or she could not shed the negative interpretation of his or her actions and intentions (Scott & Lyman, 1970) .
The roots of the term account can be traced back as early as 1940 to Mills (1940) , who claimed that vocabularies of motives are used to determine behaviors and expectations when faced by other people's responses to differing situations (p. 911). Work involving accounts can expand our understanding to include culturally embedded normative explanations and coping with major life events (Orbuch, 1997) . Personal accounts "represent ways in which people organize views of themselves, of others, and of their social worlds" (Orbuch, 1997, p. 455) . Moreover, according to Scott and Lyman (1970) , "Every account is a manifestation of the underlying negotiation of identities" (p. 136). Understanding the concept of accounts themselves is therefore important because it enables us to comprehend how people view themselves within their cultural context. Studying the accounts given by hackers to explain their deviant behavior, however, can teach us more than simply the justifications that hackers use to structure a coherent and positive image of themselves. Their accounts also reflect the cultural milieu in which these justifications develop and are accepted as valid explanations of behaviors. Ben-Yehuda (1990) contends, "[The] types of motivational accounting systems the individual chooses to use are not random inventions. They reflect the type of justification acceptable in a given moral universe and culture and, therefore, also the way moral boundaries are changed or stabilized" (p. 31). In exploring the computer underground, we will also explore the power of its social base, which ultimately facilitates the spread of a new subculture. Moral boundaries are set by accounts, and the case of hackers constitutes a political challenge of power to an existing social order in which computers have become an important and integral part.
METHOD

Research Strategy
The starting point for this study was the grounded theory (Glaser & Strauss, 1967; Strauss, 1987; Strauss & Corbin, 1990) , which is a data-driven theory. This approach fits empirical situations and provides relevant predictions, explanations, interpretations, and implications. It seems that the best way to reach the true meaning of the criminal behavior of hackers requires using qualitative research methods in general and the grounded theory in particular because computer crime has yet to be extensively explored from the offenders' points of view (i.e., their perceptions, attitudes, behaviors, etc.). Entering the computer underground community poses certain difficulties for the researcher (Jordan & Taylor, 1998; Voiskounsky & Smyslova, 2003) , and consequently most studies of the computer underground have relied mainly on discreet exposés by the media (Hollinger & Lanza-Kaduce, 1988; Parker, 1989; Skinner & Fream, 1997 ). In the current research, applying grounded theory means approaching the hacker community to discover relevant categories and the relationships among them (Strauss & Corbin, 1990, p. 49 ) rather than to test prior assumptions using data.
The interviews were based on the narrative interview technique (Rosenthal & Bar-On, 1992) . Accordingly, after the opening question (the first narrative) is asked, the interviewer does not interfere with additional questions but rather encourages the interviewee to open up using nonverbal means and paralinguistic expressions of interest and attention. This leads to the asking questions stage in the second part of the interview in which the interviewer collects information based on the narrative questions, elaborating on the interviewees and biographical events mentioned earlier.
The data were analyzed using qualitative techniques, which included two main stages: the generation of categories and the forming of hypotheses (Glaser & Strauss, 1967, p. 35) . Generating categories is referred to as encoding, which is an ongoing process in which the categories are constantly redefined. As more data are collected and analyzed, the categories are distilled. Once a set of categories that covered the hackers' accounts had been defined, a series of hypotheses were generated and then induced, deduced, and verified (Strauss, 1987, p. 11) .
Analysis is a synonym for interpreting data (Strauss, 1987 ). Yet, according to Lieblich, Tuval-Mashiach, and Zilber (1998) , concepts of narrative and life stories have, over the past 15 years, become commonplace in the social sciences. Many researchers believe that personal stories make up the identity of individuals both in form and in content. The use of a narrative is seen as providing rich information that cannot be acquired using experiments, questionnaires, or observations (Lieblich et al., 1998) .
Recruitment and Participants
This study was based on unstructured, in-depth, face-to-face interviews with 54 Israeli hackers who were asked to tell their life stories. Finding interviewees was the result of intensive efforts to establish connections and make the acquaintance of various informants and suitable potential interviewees. They were located through advertisements placed in various media (7), at hacker conferences (5), at a conference of information security (1), through the Internet (2), and in computer companies (6). In addition, two interviewees approached me when I was lecturing on computer crime, and acquaintances and family members were the source of six other interviewees. Finding interviewees was the result of snowball or chain referrals-when one participant was asked to recommend other participants.
In this research, there were many small chains of referral (16) because the initial interviewees did not always recommend additional interviewees. Later, it turned to be an advantage. As McCall (1978) noted, "By means of a very short chain of such referrals, the researcher can obtain an introduction to virtually any type of criminal" (p. 3). In addition, according to Wright, Decker, Redfern, and Smith (1999) , studies based on active successful offenders are important because they provide an opportunity to observe the offenders and communicate with them outside the institutional context. People like to talk, especially if they believe that they have an interesting story to tell, as hackers believe. Singleton, Straits, and Straits (1993) claimed that, indeed, most people like to express their views and have someone listen to them and take them seriously. As Ido (this name is fabricated, like all other names), one of the interviewees, said, "Actually, it's me who has to say thanks. You got me looking into matters in a way I hadn't before, and got me thinking a lot about what I really want from life."
Most of the interviewees were men (51 of 54 interviewed). Of the total interviewees, criminal records were reported by only 6 (5 of whom said their crimes were computer related). The interviewees tended to be young (ranging between 14 and 48.5 years old; M = 24; the most common age group was 20 to 30 1 ), single (78%), educated (76% with 12 years of schooling and above and 41% with higher education) with higher than average incomes (74%), of European or American origin (74%), secular (83%), left wing (54%), and living in the center of the country (56%). This profile is congruent with the literature in which hackers have been found to be mostly nonviolent, White, young, middle-or upper-class men with no criminal record (e.g., Hollinger, 1991) .
This article will provide some insight and understanding of the world of hackers and will show that hackers structure their unique accounts in an effort not to define themselves as criminals.
HACKERS' ACCOUNTS
The encoding process in this research yields 10 categories of accounts used by hackers to justify the wide range of computer offenses they commit in software piracy (unauthorized duplication of pirated software; unauthorized distribution of pirated software; cracking software or games; selling cracked and pirated software), hacking (unauthorized accessing of computer systems; using illegal Internet accounts; development and/or distribution of viruses; browsing or reading other users' files; stealing computer-stored information; causing computer systems to crash; using stolen credit cards from the Internet), and phreaking (making phone calls without paying).
In the following, I present the prevalent accounts reported by the interviewees in descending order of frequency, from the most frequently mentioned to the least: (a) fun, thrill, and excitement; (b) curiosity for its own sake-a need to know; (c) computer virtuosity; (d) economic accounts-ideological opposition, lack of money, monetary rewards; (e) deterrent factor; (f) lack of malicious or harmful intentions; (g) intangible offenses; (h) nosy curiosity and voyeurism; (i) revenge; and, (j) ease of execution.
Fun, Thrill, and Excitement
This account was mentioned by the interviewees for using computers in general and for criminal behavior that involves computers. The interviewees, while describing their commitment of the offenses and/or their feelings while doing so, spoke with genuine excitement and enthusiasm. Omer and Alon (1997) asserted that in narrative research, we should aim at encompassing in our minds as many personal experiences as possible that are foreign and unbecoming of ourselves and others and that we should learn from them, explore them, live them in our imaginations, and make them our own experiences. The enthusiasm of the interviewees in my research was indeed contagious. When I asked Uri, for instance, how he felt during breaking into a computer system, he replied, "The day you finish the last word in your paper [referring to my dissertation], you'll understand."
The interviewees used this account regarding a wide range of computer offenses from copying software to sending viruses. The following are examples:
It's juicy. It's so seductive. You come and knock on the door and it's not that they don't answer, it's like you have a tiny window, and they tell you who you are. It's stimulating, and it overtakes you. You just can't have just a little of it. You have to know as much as possible, as fast as possible. (Ran) There's some kind of a thrill in copying software. (Aviram) Cracking software gives you a sensation of thrill, fun, and adrenaline. (Gad) All my thrill came from breaking in. (Ehud) It drew me because it was so sexy: exciting, dynamic, mysterious, and sexy. (Ido) Bar loved computers since childhood (he got his first computer when he was 6 years old): "I was excited immediately, a new toy, an entertaining toy." Interestingly, he expands the playfulness of the computer to actions done by using the computer, and while he is telling about criminal activities, he presents it with a smile and as an entertainment:
It's anarchy. Anarchy can be entertaining. Even when I know that the calling card I'm using is a stolen one, it doesn't bother [me] that someone is paying for it. It has no special deterrent factor. We are not very nice people. Everyone has some nonsense actions that he does.
I then asked, "Which nonsense actions did you do?" And he replied, I had neighbors that I hate. I connected the modem to their cordless phone and then I dialed for free. It was very entertaining, real entertainment. I think they threw away their phone when they saw the bill.
Curiosity for Its Own Sake
For hackers, their curiosity lies in the desire to learn and know as much as possible and in the exploration of the boundaries of what they can discover. As Bar said, "Curiosity and coping with security systems have major roles in hacking." Ilan emphasized, in his words, the curiosity and the challenge to learn about telecommunications:
I said to myself, there has to be a way to reach these [pay-per-minute] telephone numbers for free, to listen for free. What happened [was] that I read and learned everything I could about the 056 services. I collected every article, as if it were sacred, I collected brick after brick. Until one day I sat at home and managed to hook up [to a pay-per-minute service] for free, step after step until I learned how to do it. That's how I got into hacking and phreaking.
Ilan's words indicate the desire to learn about how to penetrate communication lines. On the surface, he offered an account that is considered to be a positive value in society: learning and knowing. At the same time, it is important to notice that this account, although it sounds legitimate, is used as justification for an illegitimate activity: penetrating telephone lines. Ilan indeed succeeded in learning all there is to learn about the Israeli communications network, and he did not leave even one communications company immune. His success was the result of his determination to learn and his intense and exploratory working methods. He Turgeman-Goldschmidt / HACKERS' ACCOUNTS 13 believes his methods characterize the hackers: "There's that thing [that hackers have] about deducing conclusions." Although Ilan's words undoubtedly express the desire to learn and know, they also express his own personal sense of self, generalized to include the entire hacker community, the message being, "We're smart, and there's nothing you can do about it." Outside the context of penetrating telephone lines, this could be the self-presentation of a smart, inquisitive person. For instance, when he says, "The deducing processes are also important when you analyze a system because often you have very little information and without them [the processes of deduction], you'd lost," the position he places himself in is almost analogous to a teacher-student relationship, the relationship between a knowledgeable person and a layman.
Computer Virtuosity
This category includes accounts based on power, dominance, and competitiveness. It refers to the act of hacking as one that involves great power and dominance of the human over the machine and, indirectly, over another person (the owner of the computer or software). This is why the category also includes competitiveness in the sense of who's better or, in Gil's words, "who can do the impossible." Following are examples of accounts included in this category:
They thought I couldn't do it, but I could. . . . The thing about computers is that I can do anything. Ran conveys the magnitude of the power that hackers feel and the temptation involved ("It's juicy, it's so intriguing.") by using the analogy of driving a huge semi truck without knowing how to drive:
It's very simple. The information there is mine if I can get to it. . . . You suddenly find out that you're in the cabin of a huge semitrailer, but you don't know the rules, you don't know how to drive. You find out that you have immense power, you can do whatever you want.
Economic Accounts
For most hackers, the main motivation is not generating profit. Rather, it is an ideological motivation by opposing bureaucracies and those who price-tag knowledge. As Sterling (1992) claimed, It's as if the big companies and their stuck-up lawyers think that computing belongs to them, and they can retail it with price stickers, as if it were boxes of laundry soap! But pricing "information" is like trying to price air or price dreams. (p. 85) In the present study, except for one individual, 2 none of the interviewees had a significant economic interest. The economic category refers mostly to software piracy offenses (copying software and distributing it, cracking and selling it) and to phreaking. This category includes three types of accounts. The first and most prominent represents a fundamental resistance toward paying prices charged by software companies that are regarded as too high and unfair.
Gil's words, in addition to mentioning high prices ("madness") also proclaimed a specific grievance against Microsoft: "I'm willing to donate ten shekels [Israeli money] a month for the cake that Bill gets in the face every month." Many other interviewees expressed similar sentiment. The hackers' arguments regarding requirements to pay high prices for software can be seen as an attempt to dictate a new social order in which the reality (more and more people copying software) would dictate the way software companies would do business. Hackers often perceive themselves as crusaders fighting for free and open information, in the sense of free use for all. Amir said, "Everything is free-that's the way it should be." Shai presents this as "winning the war," stating, The third is the desire to make money. This refers to specific software piracy offensestrading protected software for profit. It should be mentioned, however, that the interviewees who were selling software for money were usually young; they claimed that the profit is very limited and saw their gains as no more than "pocket money." This practice of hacking for monetary gain was not very common. Only six of the interviewees reported committing such an offense. In these cases, the participant's account refers to the desire to make money. For example:
Every person who has a CD burner has to make some money out of it. You burn software, all types-hacking software, Windows, Macintosh. You put a price on each. Every burn takes about half an hour, and that's how you make your money. It's very tempting. (Chen)
Deterrent Factor
The deterrent factor consists of two components that determine the probability of committing an offense: the probability of being caught and the severity of the punishment. Only when both are high do deviators refrain from committing the offense (Ben-Yehuda, 1986 ). In the case of computer-related offenses, both components are low (Ball, 1985; Bloom-Becker, 1986; Hollinger, 1991; Michalowski & Pfuhl, 1991) .
The hackers' accounts did indeed refer to the deterrent factor, and they took this into consideration in deciding whether to commit a computer offense. Amir reported that, after a number of times using private branch exchange (pbx, which enables using other telephone lines for free), he decided to stop: "I stopped using pbx because I thought that there was a good chance I'd get caught." Still, even if there is the chance of being caught, some do commit these offenses. Chen, who burns and sells software, knew it was dangerous and was afraid of being caught, but he 
Lack of Malicious or Harmful Intentions
One of the recurring accounts (that is offered in different variations) among the interviewees is the claim that they did not have any malicious intentions or that no harm was done. For instance, Ran said, "Everybody doing it, myself included, enter [into the cracked system], experience whatever is there, and move on. No harm is done using the power." The message conveyed by the interviewees is that although they have the ability and the means to cause harm, it was neither their intention nor their practice. Oren directly declared that he was committed to not causing harm, even by mistake:
A person that enters always closes up. You shouldn't cause damage, even by mistake. Peeping isn't editing-you don't change the files, just download them and read them off your computer. This is allowed and even desired because that's how you gather information and learn.
Interestingly, this account was used not only by the interviewees who reported copying, cracking, and distributing protected software, using other people's Internet accounts, or browsing through other people's files, but it was used also by those who reported programming and sending out viruses and using other people's credit cards. Ido, who reported committing phreaking, using long-distance phone lines for free, claimed, "You're doing something forbidden, but you're not disturbing anyone." Or, who reported using other people's credit card numbers for online payments, claimed no harm was done because the cardholder didn't have to bear the cost: "We wouldn't buy a TV set because that would be too risky, and we didn't need one anyway. Hardly any harm is done. The cardholder cancels, and the credit company can bear $1,000 in damages." Ran, who developed viruses "for the challenge in it, and to see how it works," mentioned toward the end of the interview that sometimes, when he wanted to get back at someone, he would send him or her a virus. He, too, felt at ease with this, claiming that, "I had no malicious intentions."
It seems that the next justification, referring to the tangibility of the offense, explains why the interviewees tend to present their actions as nonharmful. Or claimed that the credit card holder does not have to bear the damages himself or herself because the company absorbs them.
Intangible Offenses
Computer-related offenses are part of a new breed of offenses in which the offense is not physically tangible (i.e., there's no physical sense of committing an offense). According to Michalowski and Pfuhl (1991) , hacking is an offense in which the offender cannot feel that damage has been done, in the physical sense, because electronic information in computer systems can be stolen without the would-be thief taking it or touching it physically. This account was reflected in the interviewees' reports.
Ran presented a firm approach according to which, in cyberspace, the term theft is irrelevant because when a person copies rather than takes it is not considered theft. Moreover, Ran distinguishes between private personal information and information of or about an organization: Organizations should not have confidentiality over their information. In other words, the distinction he offers is between the individual and the organization, and in this sense, "There is no difference between the Internet and the physical world." Ran went on to say, In the army, if there is picture there [in a database], it's no longer private. The term theft has no meaning in cyberspace. I can create the same car for myself, but that's not theft. I'm not taking a CD off the shelf so someone else can't buy it. I create a copy of it.
Nosy Curiosity and Voyeurism
Beyond curiosity for its own sake, interviewees mentioned voyeuristic curiosity of the nosy type: curiosity about the unknown, the desirable secrets, or the confidential. This account is given mostly for offenses of unauthorized browsing, going through the files of another person. Oren said, Sometimes it's after I got hacker's information, and sometimes it's just nonsense, grade sheets, ID numbers. After I satisfied my curiosity, they're useless to me. You have to know how to do it so they can't track you down. Today it's done mostly for the laughs.
Gad claims he "doesn't respect privacy" on principle. Apparently, he does not have any dilemmas or regrets during committing the offenses:
I don't have respect for privacy or confidentiality. If I can enter, it's not private. It's about being intrigued, going around the system, curiosity. I'm very nosy. When I was younger, 15 or 16, I would peep into people's windows with binoculars. It happens that I get turned on by a target and break in out of curiosity. I'm willing that others do the same to me. I don't respect privacy. They don't even know about it, so no one gets hurt. Perhaps if they knew, they would have [been hurt]. When I break into someone's web site, I can do a lot of damage, but I don't. When there's information that intrigues me, I might do illegal things.
Gad's accounts are based on his self-presentation as a curious and nosy person. He emphasized the fact that he does not have a double standard-he is willing that others do the same to him. His ethical boundaries refer to the fact that people are not aware of his activities and that although he could he does not cause any harm.
Revenge
One of the accounts offered by interviewees who committed offenses such as virus spreading and crashing computer systems was revenge. Revenge is an emotional factor that is not related to computer characteristics offenses. People are driven to commit different acts by their anger and desire to get back at those who hurt them, disappointed them, or caused them grievance. In the case of hackers, the easiest way is to use malicious practices (e.g., viruses) to revenge a wrong. Rani, after reporting he learned how to write viruses out of curiosity and sheer interest, replied to the question whether and how he used them: "Mischievous things. One day, I made a porn movie appear on the computer screen of one of the managers in the tower, while he was working. . . . I did it because he pissed me off. I decided to get revenge."
Often, the people at whom revenge is directed are not members of the hacking community. This type of revenge is not directed at someone with the same abilities but at someone who obviously does not have the power (or the will) to fight back. This is seen in the following example in which Eran described how he took revenge on his teacher: Turgeman-Goldschmidt / HACKERS' ACCOUNTS 17 I used to work until 4 in the morning, wake up at 7:00, come to school and fall asleep, obviously.
[The teacher] came up one day and woke me up, screaming madly "how can you sleep like that, how dare you disrespect and humiliate me like that?" So I said "bitch" quietly, but she heard me. So I said, "Ok, now you know how I feel about you," which wasn't the smartest thing to say. I was kicked out of school, and she was mailed a CD bought with a stolen Visa card and had some trouble because of that. Serves her right.
Ease of Execution
The ease of executing computer offenses was an uncommon account (used by only five interviewees) probably because it would negate the uniqueness of the hackers who consistently tried to present their genius, ability, and proficiency. The claim of easy execution shifts the focus from their abilities to the inadequate state of computer systems' security. This is why I believe only few used this account.
The following are examples for the ease of execution of computer offenses:
The most accessible and easy to break into were the academic institutions and everything that's connected to them. You break in, and you don't even know to whom it belongs . . . . Wow, what an idiot is this system manager, he could have easily closed this hole. (Yoram) The systems in Israel aren't well-maintained. It's very easy to break in, and nobody cares, nobody notices. Your really have to ring bells to make a racket. I had access to password files at Netvision [an Israeli ISP], 600 to 700 users whose passwords I could use. (Ran)
DISCUSSION
Hackers do not live in a vacuum. The most important value of Western civilization is individualism-individual choice, freedom, and happiness (Majie, 2002) . Being part of Western civilization, hackers seek pleasure, fulfillment, and knowledge. In that sense, hackers embrace the accepted values of Western society as well as those of their subculture community, as is evident from their unique accounts. Looking through the three most common accounts revealed that hackers use accounts made of legitimate behaviors based on positive, desirable, social values-seeking fun, knowledge, and computer virtuosity-to justify their illegitimate behaviors. These accounts were given in general for a variety of computer offenses. Hackers used a vocabulary of motives that is inherent to the values of the normative society, but they take them to different places, debating what is allowed and what is forbidden. As claimed by Matza and Sykes (1961) , the offender does not deviate that much from the legitimate normative values and even accepts them.
The hackers' motivational vocabulary cannot be attributed solely to their inner self. Motivations change in content and form throughout historical periods and social structures (Mills, 1940) . The choice of accounts and the way they are accepted are specific to our era. We live in a time that is often referred to as the information age (Forester, 1985) , and computer skills make up an integral part of the basic knowledge students must acquire (Balentine, 1985) . We live in a society that admires progress and, as such, admires new technology. According to Wilson, Wallin, and Reiser (2003) , using "this technology effectively will be the key to economic success for both individuals and communities" (p. 134). Hannemyr (1999) proposed to view hacking as a valid method for developing software for information systems. Accordingly, the hacker's community "has successfully created a number of usable and unique software artifacts-ranging from text editors to the Internet. Lately, large corporate entities such as Microsoft and Netscape have started experimenting 18 SOCIAL SCIENCE COMPUTER REVIEW with hacker-like approaches." At the same time, postmodernists claim that in the postmodern world, the traditional structures, including the moral and political beliefs regarding the natures of truth, reality, and destiny fell apart (Cohen & Kennedy, 2000) . In such an age, consumption and leisure fulfill much more important functions in the lives of people than they did in the ancient industrial age (Cohen & Kennedy, 2000) . Thus, in their accounts, hackers rely on values that are in themselves considered positive in today's society and on the postmodern approaches through their debate of the legitimacy or the illegitimacy of their actions. Taylor's (1999, pp. 42-46) concern is with the motivation that pushes a hacker to hack in the first place, focusing on the rhetoric of motivation rather than that of accounts. As Taylor noted, "It is difficult at times to separate cleanly the ex ante motivations of hackers from their ex post justifications" (p. 44). This may explain the partial congruence with our findings, including curiosity for its own sake and the pleasure of feeling of power. In contrast, in the current study, which indicated 10 categories of accounts, looking closely at interviewees' responses shows that they are indeed giving accounts (i.e., statements or stories concerning their specific behaviors that are considered unanticipated or untoward) to shed the negative interpretation of their actions and intentions (Scott & Lyman, 1970) .
None of the six motivations that Taylor found concern the mental product of hacking behavior, neither what makes the hacker keep on with what he or she is doing nor what makes him or her feel good with himself or herself even though he or she is acting in a way that is considered illegal or illegitimate. For instance, one of the motivations of hackers according to Taylor (1999) is boredom with the educational system, which may explain what pushes one to hack in the first place. This does not, however, explain why an older hacker who has finished learning, who is now working, and who has access to computers and to computer equipment keeps on hacking. In a similar vein, none of the motivations that Taylor found can justify how Eran took revenge on his teacher and mailed her a CD that was bought with a stolen Visa card. Nor can Taylor's motivations justify Eran's structuring of a coherent and positive image of himself, saying "serves her right." Thus, I believe that the present article further extends our understanding of the hacker community by using the concept of accounts.
Furthermore, I suggest that the most prevalent account-fun, thrill, and excitement-can provide us with a better understanding of the hacking phenomenon. This account is fundamental in the sense that it is the basis on which the other accounts rely. The hackers specify the components of the sense of fun, such as the fun of discovering, knowing, and prying; the fun of feeling smarter; the fun of not having to pay for software; the fun of not being caught (interviewees said that they committed computer offenses knowing that nobody "would come knocking on their door," as Aviram claimed); the fun of feeling that the offense is not that terrible (Mor said, "I'd peep through the crack, but I wouldn't pry through your wallet, that's unthinkable."); and the fun of avenging. For example, Ben depicts the fun in damaging others, in the danger of being caught, and especially in revenge. Ben was asked, "What was so much fun about crashing the BBS?" He responded, Of course there's fun in destroying. It's like when I was in the seventh grade, I used to paint graffiti. . . . That's what we would do. The more dangerous, the better. Of course they caught us in the end. . . . It's all about vandalism, like when we broke into the Knesset's [the Israeli parliament] web site. You're getting back at somebody who screwed you. There's nothing better, or more satisfying. Did you ever get back at someone? No? You have to try. It feels good. It's not that complicated to destroy another person.
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For the hackers, then, hacking is a new form of entertainment based on the play-like quality that characterizes the use of digital technology and is a new form of social activity. Hacking can be considered a new form of entertainment that could not have existed before the development of an adequate technology. In addition to the above, this contention is based on the following.
Operating computers, especially Internet surfing, does have a play-like quality. Danet (2001) concludes, for example, that certain areas of cyberspace are consistently thought of wholly in terms of fun. Although chatting by means of digital communication has become a new form of entertainment for young, educated, and computer-skilled people (Danet, 1996) , hackers have broadened their selection of entertainment possibilities, which often includes cracking software, penetrating databases, and so on. The idea of hacking as entertainment or hacking as social play is congruent with the concept of bottom-up play put forth by Handelman (1992) , who states, By this analogy, we can comprehend that hackers are offering society new rules for play. In their eyes, hacking is unserious play, illusory, and ephemeral yet is subversive in the sense that it is a reflection of their resistance to the common social order regarding the new technologies (computer and Internet). The qualities of play-movement, fluidity, change, and uncertainty (Handelman, 1990 )-exist in the mind-set of hackers. Despite (or because of) the fact that the computer is a machine, it invites play and movement. It is no wonder that hackers often tell a tale of movement or progress. Nali, for example, described the process of his gradually becoming a hacker as part of his development and progress in the knowledge that he had acquired. Nali first expressed his excitement at building web sites, then at studying programming, and eventually at hacking: "Hacking was the thing that's taken me the longest to learn . . . . That's the thing that excited me most." When we turn on the computer, we are not always aware which action will be performed first; this is especially true when we are on the Internet. The Internet invites us to move from one link to another and, as one thing leads to another, we often enter the unknown, the unexpected. For hackers, the locks and boundaries are seen as unnatural.
This form of play is experienced (not necessarily physically) mostly in opposition to other people and, as such, constitutes a social activity. The popular image of the computer hacker seems to be that of a compulsive programmer preferring the company of computers over people (Forester & Morrison, 1994; Hannemyr, 1999; Turkle, 1984) , but hackers challenge this image. Most of the interviewees claimed that they were sociable. For instance, Boaz made an analogy between playing basketball and hacking with a social group:
Like penetrating the computer network of Sivan's [a computer teaching company]. It wasn't hard getting to their data files. We entered their data site, took all their accommodation tests. Say people are going to play basketball to have fun with each other, so I organize my friends, let's do something. It is pretty much the same. I meet with some people. We are enjoying it and [enjoying] showing [that] we can do it. It is the attempt to overcome a challenge, to combine the minds. Us against Sivan. It is fun, an atmosphere of fun, like when we are watching movies. It is like social entertainment. It is a kind of pastime.
Indeed, as the process of becoming a marijuana user takes place within groups of smoking friends (Becker, 1953) , so hackers learn to enjoy the unauthorized penetration of computer systems and software within the framework of social groups.
The current study, which concentrates on hackers' accounts that are based on their life stories, found that the fun in the hack is much more central, and it is certainly not only the enjoyment of feelings of power, as Taylor (1999) suggested. Instead, as shown here, the feelings of fun and enjoyment are much more complex. Torvalds (2001, p. xvii) , a respected hacker who created the Linux operating system, said that, to the hacker, "the computer itself is entertainment." The present study has highlighted the major function of fun and enjoyment, suggesting that hacking (which is a crime) is actually social entertainment to participants. Even when interviewees tell about curiosity, power, knowledge, revenge, and so on, all of these different categories stem from feelings of fun.
To say that hackers seek fun and play is not to say that hackers do not engage in political acts. Taylor (2001) established, and illustrated, the main forms of hacktivism such as the destruction of the Iraqi government's web site by an Israeli hacker via a computer virus or mutual break-ins of computer web sites by both Israeli and Palestinian groups in support of their sides of the present conflict (a case that was called, by the Guardian Online, war games). I agree with Taylor's (2001) assertion that "the original hacker ethic [can] still be identified within the stigmatized hacking community" (p. 59). My research also augments Taylor's argument that the hacker or cracker is not necessarily distinguished from the hacktivist. It could be the same actor. When Nali, for instance, talked about the target of his hacking, penetrating computer systems of Israel's enemies such as Hamas and the neoNazis, he portrayed himself as a guardian of the state. Yet, the outcome for him is a feeling of fun and power:
The possibility to change and destroy others-you, yes, you! It's a turn-on. It is the exact opposite of being in a mall where you want a certain store to open and another one to close. You can [do it], and it's soooo nice.
It seems that Nali demonstrates how play in cyberspace is unique in that it contains many aspects not normally associated with entertainment because play in this case is linked to both inquisitiveness, which characterized his behavior, and the feeling of (or playing with) power.
Hackers use accounts that allow them to present their opposition to the existing social order in terms of the boundaries of right and wrong with regard to computer technologies and the Internet. Their accounts, which were structured in a successful effort not to define themselves as criminals, are based on the characteristics of computer offenses as well as on values that are praised in today's society: the pursuit of happiness, curiosity, and knowledge and the demonstration of computer virtuosity. The hackers make fun of the establishment, and, in their own words, "screw the system," especially when the damages are not seen or felt by society. The accounts they use enable them to present moral, ethical, and normative alternatives.
NOTES
1. This indicates that the hacker phenomenon is not merely an adolescent delinquent behavior. 2. Avishai was involved with international crimes; he illegally penetrated communications systems to forward international phone calls between countries (or engaged in unlawful trafficking in communications). He is the only interviewee who reported an economic interest, responding, "I don't have an ideological interest and all sorts of old wives' tales." Turgeman-Goldschmidt / HACKERS' ACCOUNTS 21
