The Internet of Services and Things is characterized as a distributed computing environment that will be populated by a large number of software services and things. Within this context, software systems will increasingly be built by reusing and composing together software services and things distributed over the Internet. This calls for new integration paradigms and patterns, formal composition theories, integration architectures, as well as flexible and dynamic composition and verification mechanisms. In particular, service-and thing-based systems pose new challenges for software composition and verification techniques, due to changing requirements, emerging behaviors, uncertainty, and dynamicity.
Introduction
This thematic series of the Journal of Internet Services and Applications (JISA) presents a collection of articles around the topic of Verification and Composition for the Internet of Services and Things, including: run-time support for verifying and composing services and things, QoS verification of service-and thing-based systems, crosscutting concerns, and tools, case studies, and use cases.
The Internet of Services and Things promotes a distributed computing environment that will be inhabited by a virtually infinite number of software services and things. Within this context, software systems will increasingly be built by reusing and composing together software services and things distributed over the Internet.
The Future Internet [1] is now a reality, bringing a new distributed computing environment in which the availability of ubiquitous communication is changing people's everyday life. A large number of software services and things are being increasingly available and can be composed to meet user needs. In particular, the Future Internet of Services and the Internet of Things (IoTs) emerge from the convergence of the Future Internet (FI), the Service-Oriented Computing (SOC) paradigm, and the *Correspondence: marco.autili@univaq.it 1 Department of Information Engineering, Computer Science and Mathematics -University of L'Aquila, L'Aquila, Italy Full list of author information is available at the end of the article IoT paradigm [2] . Services and things play a central role in this vision as an effective means to achieve interoperability between heterogeneous parties of business processes and IoT networks, and new value-added software systems can be built by reusing and composing services and things.
The Internet of Services and Things is thus radically changing the way software is produced, verified and used, and this calls for new software composition paradigms and patterns, flexible infrastructures and integration architectures, as well as novel modeling and verification methods. Systems are increasingly produced according to a certain goal and by integrating existing components; the focus of system development is on integration of third-party components that are only provided with an interface that exposes the available functionalities and, sometimes, the interaction protocol; after deployment they must be able to cope with dynamically changing requirements and emergent behaviors caused by uncertainty in the surrounding environment. To cope with the changing requirements and emergent behaviors, system designers and software engineers inevitably need to resort to ad-hoc paradigms and technologies to define suitable reconfigurability mechanisms that allow systems to work correctly with respect to the new settlement.
This JISA Thematic Series originates from the Workshop on The Art of Service Composition and Formal Verification for Self-* Systems (VERY*SCART) that was held in York, UK, on September 8, 2015, and which was affiliated with the 13th International Conference on Software Engineering and Formal Methods (SEFM 2015). The event originated from the fusion of the second edition of VERY and the first edition of SCART and was devised for bringing together researchers and practitioners from various areas related to service composition and verification. VERY*SCART 2015 aimed at providing innovative contributions in the research and development of novel Formal Methods (FM) and Software Engineering (SE) approaches to the design, development, validation, and execution of FI applications and self*-systems composed of available components. In particular, the workshop provided the opportunity to discuss how the Future Internet affects the traditional methods and tools, and how facing complexity in terms of scalability, heterogeneity, and dynamicity promotes the integration of FM within SE practices. The goal was to seek answers on how the rigorousness of FM assists engineers while designing, developing, validating, and operating systems that are built via correct-by-construction composition.
Continuing in this direction, this JISA Thematic Series targets new verification and composition techniques able to meet the requirements of modern applications, counteracting the specialization of traditional approaches in order to deal with heterogeneity, dynamicity, adaptation, large scale, mobility, security, etc. We received contributions at various levels: from foundational aspects to concrete application experiments; from modeling to verification and analysis; from componentization to composition; and from deployment to execution.
This Thematic Series was conceived to be highly selective and demanding of high-quality research and technical contributions. We received eight submissions concerning context-aware middleware for IoT, advanced composition techniques for next generation IoT systems, model-driven approaches to the development of IoT system interfaces, context-aware frameworks supporting the dynamic composition of services and things, and data management in IoT. The two out of eight submissions that were selected for publication and appear in this issue are summarized in the following section.
The papers
The two accepted papers address issues related to the model-driven development of user interfaces for IoT systems via domain-specific components and patterns [3] , and a context-aware framework for dynamic composition of process fragments in the Internet of Services [4] .
Brambilla et al. [3] propose a model-driven approach to the design of user interfaces of IoT systems, by defining IoT-specific UI components and design patterns. Four research questions are addressed: (i) define the main domain-specific concepts for IoT and the typical use cases; (ii) define a (visual) modeling language for the development of the user interaction aspects of IoT applications; (iii) define a set of design practices that increase productivity and simplifies the design of IoT front-ends; and (iv) implement model-driven tools covering the design, deployment, and execution phases of IoT applications. These research questions concern a number of problems that in the domain of the IoT are worth to be investigated. For instance, the IoT vision is mainly focused on the technological and infrastructure aspect, and on the management and analysis of the huge amount of generated data, while so far the development of front-end and user interfaces for IoT has not played a relevant role in research. On the contrary, user interfaces can play a key role in the acceptance of IoT solutions by final adopters. The paper discusses the requirements and usage scenarios covering the front-end aspects of IoT systems and present a model-driven approach to the design of such interfaces by defining specific components and design patterns using a visual modeling language for IoT applications. An implementation of the proposed solution has been applied to three industrial case studies.
Bucchiarone et al. [4] present a comprehensive framework, and its implementation, for automated service composition that is specifically designed to be used in dynamic execution environments and allows for context-aware service composition and execution. The idea is to organize the composition life cycle in such a way that most human activities can be accomplished at design time. At run time, the composition management, from the synthesis of executable processes to their deployment, is fully automated. Moreover, dynamic changes, e.g., pluggingin a new service into the system, are also accounted for. This is done by exploiting Artificial Intelligence planning techniques that can deal with concrete service models (asynchronous, stateful and nondeterministic services) and allows for rich control-and data-flow requirements. To demonstrate their approach in action and evaluate it, the authors exploited the ASTRO-CAptEvo framework, simulating the operation of a fully automated IoS-based car logistics scenario in the Bremerhaven harbor.
Paper selection process
There were two independent cycles of submissions and the papers were published as soon as they became ready. Each manuscript went through several revisions before the final acceptance. We invited a number of leading experts in the area to form an editorial committee to throughly review the papers. All manuscripts were reviewed by at least three members of the editorial committee. For each review cycle, guest editors checked the new version of the papers produced after the review to establish whether the authors carefully and adequately addressed the reviewers comments. When the reviewer comments were not completely addressed, a further cycle of review was required. Thus, for each peer-reviewed paper, the final decision was always confirmed by the guest editors. The papers were reviewed by a total of 17 reviewers. The names of the editorial committee members are listed on the acknowledgements of this editorial.
Conclusion
The Future Internet of Services and Things is becoming a reality with a plethora of software and hardware computing entities, such as services, sensors/actuators and other physical devices, bound to rapidly evolve. Providing verification and composition techniques and related tools to build innovative future applications, while dealing with the availability of a virtually infinite number of services and things, requires us to rethink service composition methods and verification techniques as devised for today's Internet. Thus, accounting for the overall service-oriented interaction pattern underlying the SOC paradigm, and for the IoT paradigm, future research directions should address crosscutting concerns on future systems verification and composition.
As pointed out by Brambilla et al. [3] , the ultimate goal is to provide tangible value to the people. Thus, the need for novel approaches to automated composition that enables the connected services and things to flexibly work together, dynamically cooperate and securely exchange information goes together with the need for novel approaches to the realization of appropriate user interfaces, which permit to visualize information, let people navigate the information, and also interact with the systems, by dynamically setting composition properties and regulating the behavior of the resulting composite system. Furthermore, as discussed by Bucchiarone et al. [4] , the execution environment of service-oriented and thingbased modern applications is highly dynamic and, as a consequence, the service composition, and its verification against the application requirements, is considered to be a kind of every-minute routine activity. It has to be flexibly and quickly adapted to the rapidly changing environment. For instance, this is particularly true for user-centric systems, whose operation evolves around the needs and constraints of a specific user. In this case, the choice of services and composition objectives are determined by user's environment and personal preferences, constraints, or goals. Thus, it is quite clear that predefined, tailored and frozen solutions are not going to work in these IoS-and IoT-based systems. Indeed, each composition heavily depends on the execution context, e.g., the run-time parameters of the execution environment, the set of available services, the concrete user's needs, etc. This calls for dynamic composition frameworks that automate the whole service composition and verification life-cycle, from requirements specification and elicitation, to composition generation, to deployment and execution.
