Abstract: Vehicular ad hoc network (VANET) is a peculiar subclass of mobile ad-hoc network (MANET
III. Parameters for Performance
To evaluate the performance of routing protocol, performance parameters are considered:
A. Packet Delivery Ratio (PDR)
Ratio of data packets reached to the packets sent by the traffic sources. It is the fraction of generated packets by received packets. That is, the ratios of packets received at the destination to those of the packets generated by the source. As of relative amount, the usual calculation of this system of measurement is in percentage (%) form. Higher the percentage, more privileged is the routing protocol.
B. Routing Load
Total no. of packets required to construct and maintain routes between source and destination mobile nodes.
C. End-to-End (E2E) Delay
It computes average delay in receiving correct data packets generated by the sources [6] . It is the calculation of typical time taken by packet (in average packets) to cover its journey from the source end to the destination end. The classical unit of this metric is millisecond (ms). For this metric, lower the time taken, more privileged the routing protocol is considered.
D. Maximum Simulation Time (in seconds)
It is the total duration of the simulation.
E. Received Packets
It measures the number of received packets.
F. Reception Time of the First Packet
The parameter informs us about the time it takes to establish the connection for each of the protocols.
G. Dropped Packets
It represents those packets which fail to reach their destination.
H. No. of Hopes
It refers to the number of hopes that the packet need to reach their destination.
IV. Comparative Analysis of topology based routing protocol
Routing in MANETs and VANETs is complex since mobility causes frequent topology changes and requires more robust and flexible mechanism to search for routes and maintain them. When the network nodes move, the established paths may break and the routing protocols must dynamically search for other feasible routes. With a changing topology, even maintaining connectivity is very difficult. Therefore, routing protocols for MANETs and VANETs must deal with the following premises: Many protocols have been proposed for VANETs. The routing protocols fall into five major categories of topology-based, position-based, cluster based, geocast routing and Broadcast routing but our analysis is based on topology based routing protocols which can be divided into three categories: proactive, reactive and hybrid [7] . These routing protocols use links information that exists in the network to perform packet forwarding. In other words, each node should be aware of the network layout, also should able to forward packets using information about available nodes and links in the network.
A. Proactive (Table-Driven) Routing Protocols
It maintains routes to all destinations, regardless of whether or not these routes are needed [9] . The advantage of proactive routing protocol is that there is no route discovery since the destination route is stored in the background, but the disadvantage of this protocol is that it provides low latency for real time application [8] . A table is constructed and maintained within a node. So that, each entry in the table indicates the next hop node towards a certain destination. It also leads to the maintenance of unused data paths, which causes the reduction in the available bandwidth. The various types of proactive routing protocols are: OLSR [16] , LSR, FSR [11] , and WRP.
B. Reactive (On-Demand) Routing Protocols
Reactive routing opens the route only when it is necessary for a node to communicate with each other [10] . It maintains only the routes that are currently in use; as a result it reduces the burden in the network. Reactive routing consists of route discovery phase in which the query packets are flooded into the network for the path search and this phase completes when route is found, that the source node starts a route discovery process, if it needs a non existing route to destination, it does this process by flooding the network by route request message. After the message reaches the destination node, this node will send a route reply message back to the source node using unicast communication [17] . The various types of reactive routing protocols are AODV [12] , DSR [13] and TORA [14] .
C. Hybrid Routing Protocols
Hybrid routing protocols combine the proactive and reactive routing approaches. It aims to minimize the proactive routing protocol control overhead and reduces the delay of the route discovery process within on demand routing protocols. They divide the network into routing zones, so that it will be used proactive routing schemes for intra-zones routing issues and reactive routing schemes for inter-zones routing issues. Each node divides the network into two regions: inside and outside regions; it uses a proactive routing mechanism to maintain routes to inside region nodes and using a route discovery mechanism to reach the outside region nodes. The most representative hybrid routing protocol is ZRP (Zone Routing Protocol) [15] . 
V. Simulator Analysis
The network's performance can be best judged through the deployment of a simulation. It is important to evaluate the performance of any network in order to highlight any issues that may exists; the most appropriate way to accomplish this task is therefore to deploy simulations that provide the closest results to real world observations.
There are two aspects of simulating VANET: one is the traffic simulation and other is network simulation [18] . The traffic simulation aids in creating traces of urban mobility model; this information is fed into the network simulation. The network simulation builds topologies between the nodes and vice versa. Traffic simulators are used for transportation and traffic engineering. Various simulation tools have been used to evaluate and simulate the performance of routing protocols in VANET [1] .
A. Networking Simulators
Networking simulators are used to evaluate network protocols and application in a variety of conditions. Compared to the time and cost involved in setting up real hardware they permit users to test and deploy new protocols in a controlled way. There are many networking simulators currently available. Some of them are open-source while others are commercial. The most popular open source ones are ns-2 [19], GloMoSim [20] , OMNet++, JiST/SWANS. Important commercial ones are OPNET and QualNet.
B. Traffic Simulator
It generates realistic traffic traces for use as input to a network simulator. Traffic simulators generate traces containing node locations and timing details. Examples of widely used open source traffic simulators are VanetMobiSim [21] , SUMO, MOVE, STRAW and CityMob. Commercial one is PARAMICS.
C. VANET Simulators
The VANET simulators are integrated frameworks of network and traffic simulators. Examples are NCTUns, TraNS, and GrooveNet. 
VI. Applications
V2V and V2I communications allows the development of a large number of applications and can provide a wide range of information to drivers and travellers. A VANET communication platform allows an enormous variety of applications aimed at administration, companies, drivers and people in the vehicle.
A. Safety Related Applications
Safety-related applications are the most important kind of applications for VANETs due to its main objective: decrease of injuries and deaths due to vehicle accidents. These applications use the wireless communication between vehicles or between vehicles and infrastructure, in order to improve road safety and avoid accidents [1] . Electronic sensors in each car can detect abrupt changes in path or speed and send an appropriate message to neighbours. 
B. Comfort Applications
The general aim of these applications is to improve passenger comfort and traffic efficiency. That could include nearest POI (Points of Interest) localization, current traffic or weather information and interactive communication. Passenger can play online games, access the internet and send or receive instant messages while the vehicle s connected to the infrastructure network. 
VII. Conclusion
Vehicular Ad-Hoc Network is an emerging and promising technology. Routing is an important component in vehicle-to-vehicle (V2V) and infrastructure-to-vehicle (I2V) communication. This paper has presented a comparative analysis of topology based routing protocols. Hence, an analysis of VANET protocols, comparing the various features is absolutely essential to come up with new proposals for VANET. The performance of VANET routing protocols depend on various parameters. It also presented an analysis of networking, traffic and VANET simulators. This paper also tells the application of the VANET. This can serve as a quick reference for researchers who want to do research in VANETs. We hope that the instrument presented in this paper to be useful and helpful to students and researchers in this field.
