With the maturation of the technology of Wavelength-DivisionMultiplexing (WDM) in optical networks, the survivable design has become a key issue. In this paper, we propose a Segment Shared Protection Algorithm (SSPA), which is based on the reliability of the networks and the different levels of the fault tolerance requested by the users, to protect the single-link failure in WDM optical networks. The main idea of the SSPA is to provide a backup path for a segment, which is divided in accordance with the policy of the Differentiated Reliability (DiR), on the primary path of each connection request. Under the guarantee of the blocking probability and the connection's reliability, the SSPA has higher resource utilization ratio and faster recovery time than the previous algorithm PSPA-DiR. We evaluate the effectiveness of the SSPA and the results are found to be promising.
Introduction
In Wavelength-Division-Multiplexing (WDM) optical networks, a fiber link can provide tremendous bandwidth, so a fiber link cut can lead to a lot of light-paths failures and the consequence is gigantic data loss. Therefore, the protection design is very important for the fault management in survivable WDM optical networks.
Some previous papers [1, 2, 9] have proposed the protection algorithm, called Path Shared Protection Algorithm (PSPA), which has more efficient resource utilization than other protection algorithms. PSPA computes a primary path and a backup path for each connection request, so that the single-link failure that is dominant in WDM optical networks can be tolerated completely. It is obvious that the PSPA does not consider the requisitions of the users with Differentiated Reliability (DiR), and it only provides 100% reliability to tolerate the single-link failure. In fact, some users only need lower connection reliability, such as 98%, 96%, and so on [3, 4] . Then, for differentiated reliable WDM optical networks, the resource utilization and the blocking ratio of the PSPA will not be promised [5] .
Recently, some papers [3] [4] [5] [6] [7] studied the Differentiated Reliability (DiR) and presented the new algorithm that is called Path Shared Protection Algorithm with DiR (PSPA-DiR) for WDM optical networks. PSPA-DiR first computes a primary path for each connection request, and second computes the reliability of the primary path. If the reliability of the primary path satisfies users' requirement, then we do not need to compute the backup path; otherwise, backup path should be computed. From the simulation results in [3] [4] [5] , we can find out that the PSPA-DiR has higher resource utilization ratio and lower blocking ratio than the PSPA. We also can see that, in PSPA-DiR, if the reliability of the primary path is less than users' requirement, then a backup path will be assigned to protect the full primary path not the partial primary path (namely, the segment path). If we consider protecting the segment path, which can be divided according to the policy of the DiR, then the backup resources would be reduced and the resource utilization ratio would be further improved. Another advantage of the segment protection is that the length of the segment and the corresponding backup path is shorter than the length of the full primary path and the corresponding backup path, then when the failures occur, the recovery time of the segment protection will be shorter than the path protection [10] .
So in this paper, based on the DiR [3] [4] [5] [6] and the segment path's concept [7, 10] , we propose a Segment Shared Protection Algorithm (SSPA) to protect the single-link failure according to users' requirements. SSPA first computes a least-cost primary path for each connection request and check the reliability of the primary path. If the reliability of the primary path doesn't satisfy users' requirements, then the backup path need not to be assigned; otherwise, SSPA divides the primary path into two segments in accordance with the reliability of the connection and only computes a backup path for a segment. In order to share the backup reserved wavelengths, if two segment paths are link-disjoint, then their corresponding backup paths can share the common reserved wavelengths. In the simulation results, we can see that the SSPA performs higher resource utilization ratio and shorter recovery time than the previous PSPA-DiR.
The rests of the paper organize as follows: Section 2 formally states the analysis of reliability, the segment protection with the connection's reliability, the link-cost function assignment, and the failure's recovery time. Section 3 presents the network model and the process of the SSPA. Section 4 evaluates the performance of the SSPA. Section 5 is for conclusion.
Syetem model and problem analysis

Analysis of reliablility
Fault tolerance refers to the ability of the networks to restore the connection's traffics after the failures. In this paper, the notion of Reliability is the probability that a system or connection will operate correctly in a period of time. Reliability has a range from 0 (worst) to 1 (perfect). Fiber reliability is determined by many environment factors (e.g., temperature, earthquake, humidity) and man-made factors (e.g., dredges up, fires). The reliability of a fiber link (i,j) is denoted as R (i,j) . At the beginning period of the foundation of the network, R (i,j) can be determined by the fiber component manufacturers. After several years, R (i,j) can be estimated by the failure rate based on past experience. The reliability of a light-path p, denoted as R p , is the multiplication of the reliabilities of these fiber links that are traversed by the light-path p. In Fig. 1 , the primary path P p is 1-2-3-4-5. Each fiber link has its own reliability: 2, 3, 4) . We assume that the failures of the fiber links are independent. We can calculate the reliability of the primary path as 2, 3, 4) . If R p is less than the reliability of users' requirement, then for the PSPA-DiR, we can choose 1-6-7-8-5 as the backup path (denoted as P b ) for the primary path, and the reliability of the backup path can be calculated as (6, 7 ) · R (7, 8) · R (8, 5) . Then, the R c that denotes the reliability of the connection can be calculated as
(1) For the SSPA, we divide the primary path into two un-overlapped segments (how to divide the primary path will be discussed in Section 3): the first segment which will not be protected is denoted as P us and its reliability is denoted as R us ; the second segment which will be protected is denoted as P ps and its reliability is denoted as R ps . For the SSPA, we only compute a backup path for the second segment P ps . In Fig. 1 , the P p is 1-2-3-4-5, the P us is 1-2-3, the P ps is 3-4-5, and the backup path that is denoted as P bs for the P ps is 3-9-5. Then, the reliability of the connection is calculated as Eq. (2), where R c = (reliability of the first segment)×(joint reliability of the second segment and its backup path). ) ) 1 ( (
Let R r denote the reliability of users' requirement. Assume the reliability of each fiber link is 0.98 and the R r = 0.95. In Fig. 1 , for the PSPA-DiR, we choose 1-6-7-8-5 as the backup path and get the R c =0.99393 according to Eq. (1). For the SSPA, we choose 3-9-5 as the backup path to protect the second segment and get the R c =0.95889 according to Eq. (2). It is obvious that the two protection mechanisms both satisfy the required reliability because both R c are greater than R r (=0.95). We can also see that, in Fig. 1 , the second segment's backup path is shorter than the primary's backup path, and the SSPA uses less backup wavelengths (2 wavelengths for the P bs ) than the PSPA-DiR (4 wavelengths for the P b ), so that the SSPA has better resource utilization than the PSPA-DiR.
Cost function
An advantage of shared protection lies in a larger degree of wavelength resource sharing. In this section, we will define the cost function for computing the primary and backup paths in SSPA to implement the wavelengths sharing.
Assume the network is G(N,E), where N and E are the sets of nodes and bi-directional fiber links, respectively. The capacity on link i(∈ E) can be categorized into the following three types:
(1) Free capacity, denoted as f i , which are the free capacities that can be used by the following primary or backup paths.
(2) Reserved capacity, denoted as RC i , which are the reserved capacities by some backup paths.
(3) Working capacity, denoted as W i , which are the working capacities taken by some primary paths and can not be used for any other purpose until the corresponding primary path is released. The cost function cw' for finding a primary path (P P ) with requested bandwidth (RB) is calculated as
where c i and R Li are the basic cost and reliability of link i, respectively; k is a parameter that can adjust the tradeoff between the basic cost and reliability along the chosen path (we set k=1 in the later simulations). The reason that we introduce the link reliability into the link cost function is to find a less cost and higher-reliable primary path simultaneously. We can see from Eq. (3) that, those links which have higher reliabilities will have less link cost. If the primary paths traverse those links, it is more likely that the reliability of the primary paths are greater than users' requirement and we do not need to compute the backup paths. Thus, the reserved wavelength resources will be saved. For finding a backup path (P bs ) for the protected segment (P ps ) on the primary path, we should first define the corresponding cost function. With the requested bandwidth(RB) and the found primary path(P p ), the reserved capacity(RC i ) along link i can be further divided into two types:
(1) Sharable capacity, denoted as sh i , which is the capacities reserved by some protected segment(s) and is shared by P ps , where the "some protected segment(s)" should be link-disjoint with P ps .
(2) Non-sharable capacity, denoted as none-sh i , which is the capacities reserved by some protected segment(s) and is not shared by P ps , where the "some protected segment(s)" should not be link-disjoint with P ps . It is obvious that RC i = sh i + none-sh i . Figure 2 illustrates the capacity along link i. The cost function cb' for finding a backup path (P bs ) for protected segment (P ps ) with requested bandwidth (RB) is calculated as
where ε is a sufficient small positive constant, such as 0.001 or 0.0001, and so on; a is a parameter that is a positive constant (we set ε =0.001 and a=1 in the later simulations). In our algorithm, the backup path will first take the sharable capacity on a link if there is enough sharable capacity available on the link. If there is enough sharable capacities to cover the requested bandwidth (RB), then the sharable capacities would be reserved for the backup path of the new request connection and we do not need to allocate new wavelength, so we let the cost of link i to be a sufficient small positive constant ε . If there isn't enough sharable capacity on the link, then some free capacities will be taken and the link cost in this situation will be determined by how many free capacities will be taken. If the summation of the sharable and free capacities is less than the RB, then the link is unavailable for the backup path, so we let the link cost to be infinite. Therefore, we can see from Eq. (4) that, those links which already have enough reserved capacities will have less link cost. If the backup paths traverse these links, then we do not need to reserve new backup wavelengths. Thus, the resource utilization ratio will be improved.
Recovery time
Another advantage of segment protection compared with path protection is the faster recovery time after the failures. In shared protection (SSPA, PSPA, and PSPA-DiR) schemes, the reserved backup resources can only be reserved but not configured before the failures occur. In this paper, we focus on the situation that there is only a single-link failure in the network. For SSPA, if the failure occurs on the segment primary path (P us ) that is not covered by the backup path, then the connection can't be restored, so a new primary path should be computed to fix the problem. The following discussion is under the assumption that the failure occurs on the segment primary path (P ps ) protected by the backup path. The procedure of recovery for SSPA is briefly described as follows: after a link failure, the downstream node of the failed link detects the failure immediately and sends a notification indicator signal (NIS) to notify the beginning and end nodes of the protected segment (P ps ), then the beginning node of the P ps sends a wake-up signal (WUS) to activate the configuration of the backup path (P bs ). The configuration process along P bs can be conducted in a pipeline manner. At last, the working traffic will be switched over to the backup path.
In Fig. 3(a) , we assume the link (4,5) fails. The downstream node 5(or 4) detect the failure, then node 4 propagates a notification indicator signal (NIS) to the node 3. After the node 3 receiving the NIS, a wake-up signal (WUS) is sent to all the nodes along the backup path 3-8-9-10-6 and these nodes will be configured. The end node 6 of the protected segment is also informed to start receiving the traffics along the backup path. Finally, node 3 switches the traffics to the backup path and the recovery time is over. Figure 3 (b) illustrates the situation in path-shared protection. The difference from segment shared protection is that the downstream node of the failed link sends the NIS signal to the beginning node of the primary path.
The recovery time depends mainly on the failure detection time δ that is assumed as 10us, the message-processing time p at a node that is assumed as 20 us, the signal propagation time s that depends on the distance of the links the signal travels, and the configuration delay 
where d ps and d b are the physical distance of fiber links traveled by NIS and WUS, respectively; u is the speed of light traveling in the fiber (u = 2×10 8 m/s). This paper investigates the impact of routing strategy on recovery time, so the signal propagation time s, which is directly proportional to the physical distance of segment (or primary path) and the corresponding backup path, is the main contribution to the recovery time T r . It is obvious that, in Fig. 3 , the length of the segment and the corresponding backup path is shorter than the length of the full primary path and the corresponding backup path, then after the failures, the recovery time of the segment protection will be faster than the path protection according to Eq. (5) and Eq. (6).
Segment shared protection algorithm
Network model
We define the network topology G(N,L,W) for a given meshed WDM optical network, where N is the set of nodes, L is the set of bi-directional fiber links (we suppose each link has two opposite fibers), W is the set of wavelengths on a fiber. A connection request's arrival is dynamically and only one connection arrives at a time. We assume each requested bandwidth is a wavelength and allow the full wavelength convertible capacity for each node. Before introducing the process of SSPA, we present the following symbols:
: the reliability of the L i . It can be determined by a long time experience as we mentioned in Section 2. We suppose that the reliability of each fiber link is independent.
c i : the basic cost of the link i. It is determined by physical length of the fiber link, the expense of the installation of the fiber link, and so on.
cw' i , cb' i : the dynamic cost of the link i for computing primary path and backup path respectively. They are determined by the basic cost of the link and the current network's state.
R (s,d) : the connection request form source node s to destination node d. R r : the reliability of the connection requested by the applications/users. P p : the primary path for the connection request R (s,d) . P b : the backup path for the P p . P b and P p should be link-disjoint. List(L j ) for P p : the set of all fiber links L j that are traversed by P p . We suppose there are n fiber links traversed by P p , and then j=1, 2, 3…n.
R p : the reliability of the primary path P p , calculated as
M: the "mid-node" on P p . It can divide the P p into two segments (unprotected-segment and protected-segment).
P us , P ps : the unprotected segment and the protected segment on P p . They are separated by M. P bs : the backup path for the P ps . P ps and P bs should be link-disjoint. R c: the connection's reliability that is calculated as Eq. (2).
The process of SSPA
Step 1: Waiting for a request. If the request is for establishing a connection, go to Step2. Else, if the request is for releasing a connection, then update the network's state and go back to Step 1.
Step 2: Adjust the link cost cw' i (for all L i ∈ L ) according to Eq. (3) and compute the minimalcost path P p from node s to node d with the Dijkstra's algorithm. If fail to find the P p , then reject the request and go back to Step 1. Else, compute the reliability R p for the P p . If R p ≥ R r , then we do not need to assign the backup path for the P p . Accept the request, allocate resources for P p , and go back to Step 1. Else, if R p < R r , then we need to assign the backup path for the P p . Record List(L j ) for P p and go to Step 3.
where n is the set of fiber links of List(L j ) for P p . Let the M to be the downstream node of the L m , assign the unprotected segment that traverses the links L 1 , L 2 ,…L m to be P us and the protected segment that traverses the links L m+1 , L m+2 ,…L n to be P ps .Assume tmp = m. Adjust the link cost cb' i (for all L i ∈ L ) according to Eq. (4) and compute the minimal-cost backup path P bs for the P ps .
If fail to find the P bs , then go to Step 4. Else, compute the reliability R c according to Eq. (2). If R c <R r , go to step 4. Else, if R c ≥ R r , accept the request, record the allocated routes and resources, and go back to Step 1.
Step 4: Let the M to be the upstream node of the L tmp renewedly, re-assign the unprotected segment that traverses the links L 1 , L 2 ,…L tmp-1 to be P us and the protected segment that traverses the links L tmp , L tmp+1 ,…L n to be P ps . Update the link cost cb' i (for all L i ∈ L ) according to Eq. (4) and compute the minimal-cost backup path P bs for the new P ps .
If fail to find the P bs , tmp=tmp-1. If tmp≥1, then go back to Step 4. Else, reject the request and go back to Step 1. Else, compute the reliability R c according to Eq. (2).
If R c <R r , tmp=tmp-1. 
Simulation result
We evaluate the performance of the SSPA with Visual C++ 6.0. We adopt the Italian network and USA network topology in Fig. 4 in which each node pair is interconnected by a bidirectional fiber link. We assume all nodes have full optical wavelength convertible capacity.
The wavelengths per fiber link are assumed to be 16. All connection requests are bidirectional and are uniformly distributed randomly among all node pairs, and the arrival process of a request call is a Posion process with arrival rate β and the holding time follows a negative exponential distribution with mean 1/µ. We assume µ =1, and then the "load" is . We adopt the PSPA algorithm [4] and PSPA-DiR algorithm [7] for a comparison.
In accordance with [9, 12] , we introduce the BRPC (backup resources per connection) and the blocking probability (BP) to evaluate the performances. We also compare the recovery time (RT) as we discussed in Section II for the three algorithms.
A smaller BRPC means that we need to assign fewer wavelengths. It also means that there are fewer backup wavelengths in reserving along all the backup paths, that is, a higher load blocking probability resource utilization ratio or a higher degree of reserved resources sharing. A higher resource utilization ratio will lead to lower traffic blocking probability because the following requests can use more free wavelengths. In Fig. 5 (a-d) , it is obvious that, in both test topologies, the SSPA performs lower blocking probability and higher resource utilization ratio than the other algorithms. The reason (see analysis in subsection 2.1) for this is that, the SSPA provides partial protection for the segment of primary path according to the differentiated reliability of the users' requirements, and the reserved backup wavelengths are less than that of the PSPA and the PSPA-DiR, namely, more free wavelengths can be assigned to the following traffic routing, so the BP of the SSPA is lower. We can also see that the BP in a larger network (N-21) is lower than that in a smaller network (N-17) in all three schemes, because in a larger network more routes and wavelengths can be selected for the coming requests.
In Fig. 5 (e) and (f), we can see that, in both test topologies, the SSPA performs faster recovery time than the PSPA-DiR and PSPA. The reason (see analysis in Subsection 2.3) for this is that, the length of the segment and the corresponding backup path is shorter than the length of the full primary path and the corresponding backup path, then after the failures, the recovery time of the segment protection will be shorter than the path protection according to Eq. (5) and Eq. (6).
In Fig. 5(a-d) , we can see that, when the R r increases, the resource utilization ratio will become lower and the blocking probability will become higher. Because when R r becomes larger, more primary paths need to be assigned backup paths and more wavelengths will be reserved, and then the resource utilization ratio will become lower. Lower resource utilization ratio will lead to higher blocking probability because less free wavelengths can be assigned to the following requests.
In Fig. 5 (e) and (f), when the R r increases, the recovery time of SSPA will become longer. The reason for this is that, if the R r becomes larger, then we will compute a longer protected segment according to the Step 4 in the process of SSPA, and longer protected segment will lead to longer backup path. Thus, the length of the segment and the corresponding backup path will become larger, and this will lead to longer recovery time according to Eq. (5) and Eq. (6) .
We can thus conclude that, with differentiated reliability of the users' requirements, the SSPA has higher resource utilization ratio, lower blocking probability, and faster recovery time than the previous algorithms PSPA-DiR.
Conclusion
In this paper, we propose a algorithm, called Segment Shared Protection Algorithm (SSPA), for differentiated reliable WDM mesh networks. The main idea of the SSPA is to provide a backup for a segment on the primary path and guarantee the reliability of users' requirements. The simulation results shows that, with differentiated reliability of the users' requirements, our algorithm SSPA has higher resource utilization ratio, lower blocking probability, and faster recovery time than the previous algorithms PSPA-DiR.
