INTRODUCTION
Reliability is one of the most important quality attributes of commercial software since it quantifies software failures during the development process. In order to increase the reliability, a comprehensive test plan is required, that ensures all requirements are included and tested. In practice, software testing must be completed within a limited time and project managers should know how to allocate the specified testing-resources among all the modules (Chin-Yu Huang and Jung-Hua Lo 2006). Testing of software systems involves many complex problems for test managers. Important issues to be considered, include how to quantify reliability, how to design tests, cost and resource constraints, what are the implications of test failures, what tests should be re-run following corrections to rectify faults. All of these issues are related to the uncertainties involved in the quality of the software and processing of testing.
Researchers commonly need to solve a problem and make decisions based on limited information about one or more of the parameters of the problem. The types of information available to them can be  objective information based on experimental results or observations  subjective information based on experience, intuition, other previous problems that are similar to the one under consideration, or the physics of the problem.
The first type of information can be dealt with using the theories of probability and statistics. In this type, probability is interpreted as the frequency of occurrence assuming sufficient repetitions of the problem, its outcomes, and parameters, as a basis of the information. The second type of information is subjective and can depend on the analyst studying the problem.
In this type, uncertainty that exists needs to be dealt with using probabilities.
However, the definition of probability is not same as the first type because it is viewed herein as a subjective probability that reflects the state of knowledge of the analyst.
Bayesian Probabilities
It is common in real life to encounter problems with both objective and subjective types of information. In these cases, it is desirable to utilize both types of information to obtain solutions or make decisions. The subjective probabilities are assumed to constitute a prior knowledge about a parameter, with the gained objective information. Combining the two types produces posterior knowledge. The combination is performed based on Bayes theorem which is very useful in computing the posterior probability. Baye's formula is a useful equation from probability theory that expresses the conditional probability of an event A occurring, given that the event B has occurred in terms of unconditional probabilities and the probability of the occurrence of the event B , given that A has occurred. This formula provides the mathematical tool that combines prior knowledge with current data to produce a posterior distribution. The prior distribution reflecting the view of the model parameters from past data is an essential part of this methodology.
It reflects the viewpoint that the past information should be incorporated say projects of similar nature etc., in estimating reliability statistics for the present and future.
If 1 2 n A , A ,..., A represent the prior (subjective) information, or a partition of a sample space S and E S  represents the objective information then the posterior probability can be computed as follows:
In this chapter the Bayesian approach is used in the bug removal process of the software reliability model based on the number of classified faults detected in a series of completed test and correction cycles.
Literature Review
Shigeru The extended Markov Bayesian network proposed is focused on discrete-time failure data. This chapter presents Markovian approach using an intuitive process based on the experience and subjective judgments to software testing when each fault has a different probability of being detected during each review.
The Bayesian approach given in this chapter treats population model parameters as random, not fixed quantities. Before looking at the current data, old information or even subjective judgments are used to In software reliability sequential review model if the time taken for a testing process is divided into non overlapping intervals then those intervals could be regarded as a series of sequential reviews. Musa et al (1990) , Schick and Wolverton (1978) and Goel (1985) have discussed different analytical models for assessing the reliability of software system. EI-Aroui and Soler (1996), Becker and Camarinopoulos (1990) , Csenki (1990) and Jewell (1985) have applied Bayesian concept in several earlier studies on software reliability. In those studies observations of failure times are assumed to be available. But the approach in this chapter is based on the number of classified faults detected in a series of completed tests and correction cycles.
In parallel review model, faults detected during one review could also be detected during any other review. Vander Wiel and Votta (1993) derived the chance for detecting all faults in parallel independent review with capture, recapture sampling. In the sequential model the fault detected in a review can not be detected in any other review.
PROBLEM FORMULATION
Rallis and Zachary Lansdowne (2001) assumed in their analysis that each fault has the same probability of detection and the detected fault will be corrected before the next review and it is assumed that no other fault will be created during the correction cycle. These assumptions are not realistic.
Faults that are probable in a single review may vary in difficulty of finding them (Arulmozhi et al 2003) . Some faults may be easily detected where as some others may be found with less probability. In this work, the faults in a software system are grouped as class (1), class (2),…., class (k) and the remaining faults which are not coming under these classes as class (k+1). In the sequential independent reviews, if the faults are detected in a review they will be corrected before starting the next review, so that the same fault cannot occur in the future reviews. But when a newly developed system like software is tested in several stages before release and if a fault is observed, corrections and modifications are performed and it increases the reliability. Never the less some corrections may introduce new errors and software reliability may go down. The measure of software reliability given in this work helps to evaluate the probability that no class of faults remain in the software system by the end of last review when multiple faults are possible in each review and at the end of a correction cycle new fault may come. Using a Bayesian concept the probability based on the number of classified faults detected in each completed review cycle is evaluated.
Assumptions
The following assumptions are used in the analysis.

The sequential reviews are arranged in such a way that the review j is completed before the review 1 j  starts.  New faults may be created during the correction process.
The probability that a fault not being detected is independent of its class.
is the prior distribution for the th j review and
is the likelihood that j N faults are detected, by Baye's formula the posterior probability is . Since Q rp ,r=1,2,...,k+1 are mutually exclusive events and q rp ,p=1,2,....,j are also mutually exclusive events, namely that a class of fault is detected during a particular review, the probability that r class faults are detected sometime during p reviews is is the conditional probability that no fault remains after j reviews given that the total number of faults is m . By the law of total probability, the unconditional probability that no fault will remain after conducting j reviews is
Unconditional Probabilities if the Prior Distribution is Poisson
The probability for m faults at the end of first review using (5.1) is Using (5.7) in (5.3), the unconditional probability that no fault remains after j reviews is , since both sides represent the probability that a fault is not detected during the j reviews. In this chapter it is proved that the probability that no fault remains after j independent reviews is same in both prior to and after observing the number of faults detected in each cycle and the conditions under which these two measures, the conditional and unconditional probabilities are the same is also shown. If the prior probability has the Poisson distribution then the above result gives how many independent reviews are required to achieve a desired confidence that all faults have been found in a given software system. By assuming
the results obtained by Rallis and Zachary
Lansdowne (2001) can be deduced from these results.
Multiple Types of Faults under Binomial Prior Distribution
If the prior probability 
By the inductive hypothesis it follows that
Therefore for the th j review, assuming the prior probability as
proving the result that if the prior probability distribution is Binomial then the posterior distribution is also Binomial. It can be derived from (5.8) that if the 92 prior probability ) m ( P has the Binomial distribution with mean np then the confidence that no fault remains after j independent reviews with observation
.
If the prior probability P(m) has the Binomial distribution then the unconditional probability that no fault will remain after conducting j independent reviews is   
The result obtained for j P (0) with the prior probability distribution as Binomial gives how many independent reviews are required to achieve a desired confidence that all the faults have been detected in a given software system.
RESULTS
Tables 5.1, 5.2 and 5.3 give various confidence measures to ensure that after j reviews there is no more fault in the software if the prior distribution is Poisson with parameter 10 0   . Table 5 .1 illustrates various confidence measures to ensure that after 4 reviews, there is no more fault in 93 the software. The problem being modeled as multinomial, where the faults are classified according to their severity, the detection probability for each type of fault is different. The first four sub columns in Table 5 .1 list the sum of probability values of detecting a fault of all kind in reviews 1, 2, 3 and 4 respectively. The last column of Table 5 .1 illustrate the probability of no fault at the end of 4 reviews. A significant increase in the confidence measure is obtained for the increase in the detection probabilities in various reviews. A comparative study is done by changing the number of reviews in Table 5 .2. It gives the confidence measures for 2, 4 and 6 reviews. The result in Table 5 .2
indicates that the confidence measure increases as the number of reviews increases. Table 5 , the number of sequential reviews is either, 2, 3, 4 or 5 and the detection probability for the class faults are the same for all reviews and varies from 0 to 1. If the detection probability of all classes of faults for each review is assumed to be 0.4, 0.6 and 0.8 then the corresponding confidence measures are depicted in the Table 5 .5. The observed values shows that reviews with higher detection probabilities are more effective than those with lower detection probabilities. Table 5 .5 Probability of no fault for various detection Probabilities Detection Probability
Probability of no fault
Number of reviews   In this work, the faults in a software system are grouped as class(1), class(2),…., class(k) and the remaining faults which do not come under these classes as class(k+1) depending upon their severity in detection. In the sequential independent reviews, if the faults are detected in a review, it is assumed that they are to be corrected before starting the next review so that the same fault will not occur in the future reviews. From the results obtained, it can be observed that the conditional and unconditional probabilities ) A / 0 ( P j j and ) 0 ( P j are the same if the prior probability distribution is Poisson and Binomial. In these cases the confidence that all faults are deleted is not a function of the number of faults observed during the successive reviews but it is a function of the number of reviews, the detection probabilities and the mean of the prior distribution. This is a remarkable result because it gives a circumstance in which the statistical confidence from a Bayesian analysis is actually independent of all observed data. From the results it can be seen, Exponential formula could be used to evaluate the probability that no fault remains when a Poisson prior distribution is combined with a multinomial detection process in each review cycle.
To use all the information available old and/or new, objective or subjective, when making decisions under uncertainty makes practical sense and especially true when the consequences of the decisions can have a significant impact, financial or otherwise. A compromise between testing resources and software reliability is very essential. If more faults are exposed by testing and verification process then the additional cost for testing the remaining faults increases. So beyond some threshold value continuation of testing to improve the software reliability further is justified only if it is cost effective. There should be a trade-off between costs involved in testing and costs of finding failures during software operation. So cost analysis may be considered in future work.
