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計算構造制限下での暗号技術の限界解明 Publicly
Project Area A multifaceted approach toward understanding the limitations of computation
Project/Area Number 25106509
Research Category Grant-in-Aid for Scientific Research on Innovative Areas (Research in a proposed research area)
Allocation Type Single-year Grants
Review Section Science and Engineering
Research Institution Kanazawa University
Principal Investigator 安永 憲司   ⾦沢⼤学, 電⼦情報学系, 助教 (50510004)
Project Period (FY) 2013-04-01 – 2015-03-31
Project Status Completed (Fiscal Year 2014)
Budget Amount *help ¥4,030,000 (Direct Cost: ¥3,100,000、Indirect Cost: ¥930,000)
Fiscal Year 2014: ¥2,470,000 (Direct Cost: ¥1,900,000、Indirect Cost: ¥570,000) 
Fiscal Year 2013: ¥1,560,000 (Direct Cost: ¥1,200,000、Indirect Cost: ¥360,000)
Keywords 誤り訂正符号 / 計算構造 / 暗号技術















Research Progress Status 26年度が最終年度であるため、記⼊しない。




2015[Journal Article] Post-Challenge Leakage Resilient Public-Key Cryptosystem in Split State Model 
2014[Journal Article] Randomness Leakage in the KEM/DEM Framework 
2013[Journal Article] Leakage-Resilience of Stateless/Stateful Public-Key Encryption from Hash Proofs 
2013[Journal Article] Game-theoretic security for bit commitment 
2015[Presentation] ユーザビリティ向上のための部分的パスワード共有による影響 
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2015[Presentation] エントロピープール付き擬似乱数⽣成器の性能分析 
2014[Presentation] Correction of samplable additive errors, 
2014[Presentation] A study on computational fuzzy extractors 
2014[Presentation] Correction of samplable additive errors 
2013[Presentation] Preventing abuse of cookies stolen by XSS 
2013[Presentation] Game-theoretic security for bit commitment 
