Rigorous variant
Combiner-side verification via reconstructed k i Ensures 〈c, r, s〉 is from well-formed shares Ref Table 10 ZNR multi-sender does not require
Expensive EC equivalence Unlike TNR multi-sender sign-encrypt TNR Multi-Sender Sign-Encrypt
Original TNR protocol can be sabotaged! Senders can submit
Combiner must establish that 〈k i , β i 〉 are EC equivalent ECEQ established via Chaum-Pedersen Note 2M prover-side & 4M verifier-side overheads Ref Table 8 TNR protocol can be made sabotage-resistant At expense of significant higher overheads Ref Table 9 ZNR Multi-Receiver Table  Protocol 
