Abstract-With the continuous evolution of wireless sensor networks and Internet of Things (IoT) various aspects of life will benefit. IoT based pervasive healthcare system has potential to provide error free medical data and alerting system in critical conditions with continuous monitoring. The system will minimize the need of dedicated medical personnel for patient monitoring and help the patients to lead a normal life besides providing them with high quality medical service. In this paper, we provide the implementation of IoT-based architectures for remote health monitoring based on two popular wireless technologies, Wi-Fi and ZigBee. We analyse the two architectures with the aim of identifying their pros and cons and discuss suitability of mentioned wireless communication technologies for different healthcare application domains. 
INTRODUCTION
Internet of Things (IoT) is enabling and revolutionising the way in which physical objects are communicating with each other. IoT can be utilised in several application domains such as: smart homes and cities, food safety and security and healthcare. The possibilities that IoT provides will innovate novel applications and devices whose communication capability will create new markets and a new economy. It is predicted that number of devices with the internet capability (connected to internet) will be around 25 billion by 2015 and 50 billion by 2020 [1] .
IoT offers enormous opportunities to revolutionise healthcare in the near future. It can play a vital role in a wide range of healthcare devices that, for example, enable remote vital sign monitoring in hospitals and more importantly at home. Indeed, remote monitoring offers tremendous possibilities to decrease the costs of healthcare, and, at the same time, to increase healthcare quality by identifying and preventing diseases. In many cases health care is becoming increasingly costly, as patients are required to stay in hospital for the entire duration of their treatment due to the lack of devices with a capability to remotely provide patient's health information to authorised health professionals. Using IoT, gathering patient's health information and transferring it in real time to healthcare professionals will not only reduce the cost of healthcare services but also enable the treatment of health issues before they become critical.
In this paper, we present a health monitoring wireless sensor network architecture and assess the usability of two wireless communication technologies in the presented context. The aim is to identify the advantages and shortcomings of these architectures and find application domains in which these architectures can be properly utilized. 
II. RELATED WORK AND MOTIVATION
There have been many efforts in the field of IoT based remote patient monitoring systems. Piccini et al. [2] discuss wireless system based on Bluetooth for acquiring bio-medical signals such as Electrocardiography (ECG), Electromyography (EMG), Electroencephalography (EEG) and Electrooculography (EOG). The architecture consists of two operational units: one to acquire single lead ECG signal and the other a DSP system to clean the acquired signal from the first unit. More research is required for integrating the associated sensors with a hardware board and miniaturising the system to make it wearable. She et al. [3] present a wireless sensor network architecture based on the IEEE 802.15.4 standard (ZigBee) and 3G networks for healthcare applications for home or hospital. The system reads signals including ECG, EMG, EEG and EOG, heart rate, breathing and blood pressure, processes it and sends it to a remote server or displays it over LCD screen. The system implements priority scheduling and data compression, which reduces the transmission delays of critical signals and saves bandwidth and power. Lo et al. [4] explain body sensor network (BSN) based on the IEEE 802.15.4 standard which not only monitors and process medical data such as ECG and SpO2 but also implements context aware sensing with the help of context sensors (e.g. temperature, accelerometer, and humidity). The BSN is power efficient requiring only 0.01 mA in active mode and 1.3 mA for computations such as fast Fourier transform (FFT). The collected and processed data is displayed by a flash BSN card for PDAs. A PDA also works as an access point to send the processed data to a central server. Istepanian et al. [5] propose m-IoT (Internet of M-Health Things), an IP based wireless sensor network architecture based on 6LoWPAN, which is used to measure medical data such as glucose level in blood and blood pressure. A central access point collects data from the sensor nodes and send to IP based medical server, from where it can be accessed and analysed. Our motivation in this paper is to compare the implementation of health monitoring wireless sensor network architectures based on two popular wireless technologies (Wi-Fi and ZigBee) and analyse the suitability of these technologies for different medical applications.
III. SYSTEM ARCHITECTURES FOR HEALTH MONITORING
In this section, we discuss the implementation of two architectures for remote monitoring of bio-medical signals. Medical applications have certain nature and requirements that usually have life or death consequences when data is not successfully transferred (e.g. lost, corrupted, delayed, etc.) as opposed to most other applications where requirements and concerns are mostly financial. These requirements such as data rate and delay have been defined by the IEEE 1073 group. For example, in case of 3-lead ECG system, a patient node (i.e., a wireless electrode) generates 2.4 Kbits/s of data [6] . In our implementations, the sensors used to collect medical data include Blood Pressure, Heart Rate, Temperature, Respiration, Glucose, SpO2, and ECG. Data rate for bio-medical signal varies significantly. The data rates of various signals are presented in Table 1 . The first architecture implements wireless sensor network based on low-power ZigBee, while the second architecture implements IP-based wireless sensor network using Wi-Fi.
A. ZigBee-Based Architecture
ZigBee is based on low-rate IEEE 802.15.4 standard, designed for supporting low-power, low-cost, and low-data rate applications. The ZigBee based architecture consists of several patient nodes and a sink node. The system is implemented with ZigduinoR2 [7] hardware platform, which is an Arduino compatible microcontroller platform (ATmega128RFA1). contiki operating system is used to implement WSN. ZigBee based architecture as shown in Figure 1 can be divided into four sections; sensor interface, WSN implementation, database application and webserver application.
Sensor interface:
The sensor interface is implemented using an Arduino-compatible E-health shield on top of the Zigduino hardware. The E-health shield is basically a gateway between the medical sensors and Zigduino board. Data measured from various sensors are collected by the Zigduino board via the E-health shield. Table 2 . Database application: The sink (server) node is connected to a local PC (Personal computer) where a Python code executes to collect data from the serial terminal and save it into a remote database.
WSN implementation:
Webserver Application: Web-server application written with PHP accesses the database and updates the web page in real time. The data from the webpage can be accessed remotely by patient's caregivers through their laptops or smart phones using any browser.
B. Wi-Fi-Based Architecture
The Wi-Fi based architecture consists of Wi-Fi enabled sensor nodes (Patient node) to access patient's medical data and Wi-Fi access point (Wi-Fi router). The sensor nodes (Patient node) are designed using an Analog Front-End (AFE, ADS1192 from Texas Instruments, [8] ) and Wi-Fi module (RTX4140 Wi-Fi module, [9] ). The RTX module is provided with proprietary operating system (ROS). Processor used in the Wi-Fi module is EFM32GG230F1024. The architecture (Figure 2 ) can be divided into four sections; sensor interface, WSN implementation, database application and webserver application.
Sensor interface:
The sensor interface is implemented using the AFE to read data from the medical sensors and perform analog to digital conversion. The digital data from the output of AFE is read by RTX4140 through SPI (Serial Peripheral Interface). Database application: A UDP server application (running on a remote system), written in python, continuously listens to the UDP port, collects the incoming data and updates a remote database.
Webserver application: Webserver application is same as that of the ZigBee-based architecture.
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Remote Figure 3 shows the implemented WSN. The patient (client) node collects medical (ECG) data from patient and transmits to the sink (server) node over ZigBee. The sink (server) node is connected to a local PC (Personal computer). The webserver application displays the ECG data on the webpage. In Figure 3 , the ECG graph is displayed on a local PC, but it can be accessed from any remote location. 
C. Comparison
Both of the communication technologies, Wi-Fi and ZigBee, have their advantages and drawbacks. In this section, we discuss some features that influence the selection of the communication technology in the context of healthcare. The features that we will consider are interference, security, energy consumption, reliability, and issue of coexistence. In the following, we further elaborate these features. Table 3 presents a comparison between the two technologies.
ZigBee uses mesh topology which has several advantages over point to point networks in terms of reliability, scalability, and addressing interference issue by virtue of their structure. Reliability in case of Wi-Fi can be addressed with overlapping WAPs (Wireless access points). The mesh topology can scale to hundreds of client nodes easily, but in case of point to point network in order to add an extra client node above 255, an extra access points or router needs to be added [10] . The interference issue in case of mesh can be resolved by choosing an alternate (or best) path [11] , whereas in case of point to point networks, it is either required to lower the data rate, lower the transmit power, or change the channel [12] . In order to address the issue of coexistence between ZigBee and Wi-Fi, dynamic frequency selection and transmission power control is used [13] . Wi-Fi being IP based network provides all the benefits of IP standard such as heterogeneity, compatibility, flexibility, speed, security, efficiency, and accuracy. Power consumption is a concern in case of Wi-Fi with battery life usually ranging from 0.5 to 5 days, whereas in case of ZigBee the battery life can be as long as 1000 days depending upon the application [14] . For security both the technologies use encryption and authentication mechanism; ZigBee uses AES (Advanced Encryption Standard) block cipher with counter mode (CTR), whereas Wi-Fi uses RC4 stream cipher for data encryption. In case of Wi-Fi in order to overcome the weakness of WEP (Wire equivalent privacy), Wi-Fi protected access 2 (WPA2) is used.
IV. DEMONSTRATORS, RESULTS AND DISCUSSION
The experimental setup to compare both the architectures is shown in Figure 4 . The scenario consists of a hospital room with twenty patient nodes reading patient's medical data from various sensors including 2-lead ECG, SpO2, Blood Pressure, Heart Rate, Temperature, Respiration, and Glucose level. There is one sink node (for ZigBee based architecture) or a Wi-Fi access point (for Wi-Fi based architecture) to collect data from all the patient nodes in their respective setup. The distance between the adjacent patient nodes in same column is two meters and the distance between the adjacent patient nodes in different column is six meters. Every patient node transmits about 8.7 kbits (payload) of data per second. Figure 5 summarizes the average power consumption (mW) by the The power consumption in case of three different Wi-Fi protocols 802.11b/g/n are 14, 17.5, and 14 mW respectively, whereas in case of the ZigBee based network the power consumption is considerably less (2.4 mW). Thus we can observe that the power consumption in ZigBee based network is almost 6 to 7 times less (7 times for 802.11g and 6 times for 802.11b/n ) when compared with Wi-Fi based network for the same experimental setup. At this point it is worth noting that although Wi-Fi based network consumes more power than ZigBee for lower data-rate, with increase in data rate, power consumption in ZigBee increases rapidly when compared to WiFi. In practise the maximum data-rate achieved for transmitting sensor data with ZigBee using contiki OS is 160 Kbits/sec, when the nodes are placed at a distance of around 10 meters. In case of star topology the network can support up to 18 nodes, whereas in case of mesh topology using multi-hopping each nodes can route data of up to 17 other nodes apart from transmitting the data acquired, thus increasing the scalability to higher number. At the present data rate (8.7kbits/sec payload) required, scalability is not an issue in case of Wi-Fi and the system can be scaled to large number of nodes using single access-point.
V. CONCLUSIONS
In this paper, we presented wireless systems for remote monitoring of bio-medical signals to alleviate issues in traditional health monitoring systems and to improve the quality of medical care. Two variants of the wireless health monitoring systems are implemented to remotely monitor patients. One system implements wireless sensor network based on low power ZigBee. The system consists of set of sensor nodes (clients) to read data from various medical sensors process it and send wirelessly over ZigBee to a server node. The other system implements IP-based wireless sensor network, using Wi-Fi. The system consists of WiFi based sensor module to access bio-medical signals from patients and send it to a remote server which updates the database in realtime. In both implementations, the server node collects the medical data from several client nodes and updates a remote database. The webserver application accesses the database and updates the webpage in real-time, which can be accessed remotely. 
