Abstract-Personal privacy of citizens under the environment of big data is a hot spot of social concern. This paper focuses on the issue of the commercialization and sharing of personal data. A simple analytic hierarchy process is used to rationally divide the risk of privacy and build an evaluation system. The privacy equivalent model is then established through the construction of membership functions in fuzzy theory and service level of Vickrey-Clark-Groves (VCG). At last, based on the problem of liability commitment, corresponding recommendations are studied under the data leakage mechanism.
INTRODUCTION
With the reform of the times, internet technology has developed rapidly and brought convenience to many people. The use and dependence of electronic communication and social media is a common phenomenon, but while people enjoy it, they also suffer from the leakage of personal data. There are differences in the privacy of personal data industry. Personal privacy data mining and classification are widely spread in different industries, and it brings the infinite value for the human and the nation. However, some criminals use personal privacy data to threaten users' information security. The number of personal data is too numerous to protect the individual data, and excessive protection will inhibit the development of the Times. How to deal with privacy data reasonably and make full use of privacy data is the most important task in today's world on the premise of low risk to users.
II. THE ESTABLISHMENT AND SOLUTION OF MODEL

A. Determine the Weight of Each Influencing Factor 1) Determine risk parameters and establish hierarchical model
In risk assessment, this paper classifies risks to determine the parameters which affect the risk model. The privacy risk is divided into three aspects, i.e., social media, financial transaction, and health care. Meanwhile, three aspects can be divided into six specific as: WeChat, Weibo, social networking sites, direct financial transaction, indirect financial transaction and health care. A hierarchy model [1] diagram of privacy risk is built by the analytic hierarchy process, as shown in Fig. 1 .
FIGURE I. PRIVACY RISK HIERARCH MODEL
2) Establish the judgment matrix for comparison between every two indexes
The judgment matrix of privacy risk is constructed based on hierarchy model. The method of the judgment matrix for comparison between every two indexes and 9 scale scaling is carried out from the basic layer A. The degree of risk is expressed in Arabia 1-9, and the comparison results of element i and element j are expressed by ij B . The basic description is given as Table 1 . 
The n square of i M is as follow
The vectorW can be obtained 
4) Martix one-time validation
The random one-time index RI values are shown in Table 2 . The maximum eigenvalue of the comparison matrix can be expressed as
The random one-time index RI value can be written as
The calculated results are compared with the random onetime index values in Table 2 . The smaller the index value, the more effective the weight vector is, so is the greater the risk.
B. Model Complement and Improvement
In this problem, the hierarchy process needs to satisfy the consistency of the comparison matrix. If the consistency is not satisfied, this model will fail. Fuzzy mathematics [2] as a new branch of mathematics can increase the reliability of risk evaluation results when evaluating many factors.
1) The rules of evaluation
A set of risk levels
where 1 V denotes tiny-risk, 2 V low-risk, 3 V middle-risk and
2) Establish the membership function of ach index
The standard matrix can be expressed as             
3) The solution of the membership function Assigning 4 levels of the risk, we order 4 risk degrees from high to low is 1, 2, 3, and 4. Then the formula for calculating the comprehensive of comprehensive risk index can be obtained 
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4) "Paired comparison method" for privacy pricing model
Privacy pricing is affected in many ways. In model 1, it is divided into WeChat, Weibo, social network, direct financial transaction, indirect financial transaction and health care. And on this base, they interact with each other and build a privacy cost model [3]     1  2  3  4  5  6 , , , , , f X X X X X X   , , ,
The comprehensive evaluation of privacy pricing can be expressed as follow
The ascending (semi-trapezoidal) distribution of membership function in fuzzy theory [4] is selected, and the specific membership function [5] is determined by the following formula:
, ,
According to the regional eigenvalues and expert advices, the importance of any two of the six factors is compared, and the evaluation matrix [6] is obtained as follow: 
where ij C represents the ratio of the factor i to the importance of the factor j, this paper takes the median value to the expert. Then, the weight of each factor is obtained by using the two comparison matrix algorithm in the AHP.
5) Expert survey method to obtain data
The qualitative approach to risk assessment is to use a literal or descriptive level to illustrate the extent of the risk. In this paper, we use the expert survey method [7] to obtain the data and analyze the important discriminant (see Table 3 ). Substituting it into the discriminant matrix, we can obtain 
The bidder who has bid for 1 k a  will be reevaluated to match the sum of the value matching
The VCG price k X that the bidder k L pays for the k a can be expressed as follow
In this problem, we use the VCG price of service level to determine the specific price of different weights for different weights. First, we calculate the eigenvectors of all kinds of influence factors, and then obtain the maximum eigenvalue . Therefore, the smaller of the index value, the more effective of the weight vector is. We could ask the one-time index compared with random one-time index, and can find that the value is small, so the greater of the risk of the corresponding risk level is very high, which illustrates the feasibility of selecting the index data corresponds to the conclusion can be verified.
We studied the weight of the WeChat, Weibo, social networking, direct and indirect transaction and health care in Table 4 . The privacy protection of personal data application is a significant social problem under the environment of big data. It also involves many fields such as morality, law, industry technology and so on. The abuse of data, the low level of information security technology, and low security factors can lead to the frequent loss of privacy, and the risk of data leakage has become an important factor that can't be ignored in privacy cost pricing. Because the original model does not consider the influence of external factors such as privacy leakage, this cascading event will cause data disclosure, which will have a great impact on the original risk cost pricing model. Therefore, it will result in the original risk pricing model not being accurate enough. Privacy leaks will cause the information owner's data to circulate without the authorization of privacy owners, which not only increases the risk of the data disclosure itself, but also causes the loss of privacy owners. Therefore, we should be compensated according to the value of the loss data. The traceability mechanism can quickly find the source of privacy leakage, and punish severely the party responsible for the disclosure. Forcing the data controllers to enhance their sense of responsibility of personal data pricing protection from the system, which is conducive to prevent the occurrence of privacy leakage from the source. In view of the risk of privacy leakage, we identify the responsible party through four aspects, such as traceability technical standard system, information registration system, traceability supervision system, and traceability information reward and punishment system. Based on the stakeholder perspective, this paper explores the issue of the privacy information's responsibility to be stolen by the network.
IV. CONCLUSION
This paper makes a preliminary study of personal privacy issues under the environment of big data. The personal privacy sources are divided into six aspects: WeChat, social networking platform, direct financial transactions and health care. Using the analytic hierarchy, we assess the risk in six aspects and build a corresponding evaluation system. Next, on the basis of the evaluation system, we introduce membership functions in fuzzy theory. Through membership functions with VCG service mechanisms, we build a privacy pricing model. Personal privacy flows into the market as a commodity, and on the premise of meeting market supply and demand, it can generate huge impact on countries and individuals. Finally, aiming at the problem of liability bearing under the data leakage mechanism, this paper gives corresponding suggestions to make personal privacy data towards sharing, public welfare and commercialization. ACKNOWLEDGMENT This study was funded by Hubei Province Undergraduate Innovative Training Project (Name: Protecting personal privacy under the environment of big data)
