A feature extraction method using the chaincode representation of fingerprint ridge contours is presented. The representation allows efficient image quality enhancement and detection of fine minutiae feature points. The direction field is estimated from a set of selected chaincodes. The original gray scale image is enhanced using a dynamic filtering scheme that takes advantage of the estimated direction flow of the contours. Minutiae are generated using ridge contour following.
Introduction
Automatic Fingerprint Identification System (AFIS) is an important biometric technology that is widely used. A fingerprint is the pattern of ridges and valleys on the surface of a fingertip. The uniqueness of a fingerprint is determined by the local ridge characteristics and their relationships [1, 2] . The two most prominent characteristics are the ridge ending and the ridge bifurcation, called minutiae. Most automatic systems for fingerprint comparison are based on minutiae matching [3, 4] . A good quality fingerprint typically contains about 40 to 100 minutiae. A critical step in fingerprint matching is to automatically and reliably extract minutiae.
Fingerprint images can be obtained from ink impressions or by direct live scanning by sensors [5] such as ultrasound [6] . Due to imperfections of the image acquisition processes, minutiae extraction methods are prone to missing some real minutiae while picking spurious ones [3, 4] . Errors could also occur in the location coordinates of the true minutiae and their relative orientation in the image.
Minutiae can be extracted from binary fingerprint images [4, 7, 8] or directly from gray-scale images [9] . Most algorithms described in the literature extract minutiae from a thinned skeleton image. Thinning is a lossy and computationally expensive operation and the accuracy of the output skeletal representation varies. In this paper we introduce the use of chaincode representation [10] as an efficient alternative. Given a binary image, it is scanned from top to bottom and right to left, and transitions from white (background) to black (foreground) are detected. The contour is then traced counterclockwise (clockwise for interior contours) and expressed as an array of elements ( Figure 1 ). Each contour element represents a pixel on the contour, and contains fields for the x,y coordinates of the pixel, the slope or direction of the contour into the pixel, and auxiliary information such as curvature.
We present two chaincode based algorithms for fingerprint image enhancement (Section 2) and minutiae feature extraction (Section 3). Experimental results are presented in section 4.
Fingerprint Image Enhancement
Binarization techniques often render images unsuitable for extraction of fine and subtle features such as minutia points. The objective of enhancement is to: (i) improve the clarity of ridge structures of fingerprint images, (ii) maintain their integrity, (iii) avoid introduction of spurious structures, and (iv) retain the connectivity of the ridges while maintaining separation between ridges.
There are two types of fingerprint image enhancement methods described in the literature; those that work on binary images and those that work on grayscale images [9, 11, 12] . The methods using binary images require a specially designed binarization algorithm to ensure that the connectivity information lost during binarization can be at least partially restored. The methods directly using gray-scale images start with a direction field (that captures the local orientation information of the ridge contours) followed by the application of a bank of filters [13] . The direction field is computed by the gradient method which is inefficient and unstable in noisy images.
The method presented in this paper combines both the binary and the grayscale image enhancement methods. We first use a locally adaptive algorithm to obtain a binary fingerprint image of sufficient quality. The local direction field is estimated using a fast chaincode-base algorithm and a 15×15 mask. Larger masks retain the orientation while compromising the integrity of the ridges. This is followed by applying an elliptically shaped filter [14] with its major axis aligned parallel to the local ridge direction. This increases the connectivity along the ridge direction.
Experiments on DB4 NIST Fingerprint Image Groups show that a single global threshold based binarization can not handle noise from non-uniform ink density, non-printed areas, and other stains. In order to smooth edges of the ridge contours, a 3×3 mask is applied to the gray-scale image as a quick equalization process before applying the locally adaptive thresholding described [15] . Contrast enhancement by statistics based normalization [11, 14, 16] often cause interference between sweat pores and ridge edges. For minutiae extraction the sweat pores should be eliminated. Figure 2 shows examples of fingerprint images from FVC2004: the Third International Fingerprint Verification Competition [22] , and the binary images obtained by our method. We have tested on images from FVC2004 (320 images) and NIST database (30 images). Many ridges are broken in the binary image and therefore is not good for minutiae extraction. However, the quality is sufficient for generating local ridge orientations for image enhancement.
Chaincode Processing
Chaincode representation of object contours is extensively used in document analysis [10, 18, 19, 21] . Unlike thinned skeletons, the pixel image can be fully recovered from the chaincode of its contour.
Tracing the chaincode contour, provides local ridge directions at each bound- ary pixel. We divide the image into 15×15 pixel blocks and use the ridge directions to estimate the orientation of each block. The algorithm is as follows.
a. Use the width of ridges as a guide to estimate the threshold under which components are likely to be noise. b. End points are detected (section 3) and not made part of the computation of the direction flow field as directions around end points tend to be ambiguous. c. The ridge orientation is computed using the eight chaincode directions of contour points in each block. A voting algorithm is used to select the dominant direction as the local orientation.
The threshold used for filtering noise can be dynamically estimated from the average size of the ridge width. The minimum number of contour points in a block to derive orientation is determined based on the block size and is about 30 in our experiments.
There are many direction field estimation algorithms described in the literature [13, 14, 16] . These are designed primarily for extraction of ridge flow and minutiae and not for image enhancement. Donahue and Rokhlin [17, 9] use a gradient operator to extract a directional estimate from each 2x2 pixel neighborhood. The direction field is computed using least-squares minimization of the gradients in the local windows. However, the method becomes computationally expensive if the local windows used are large. Our method of direction field generation using chaincode for image enhancement is more efficient and robust for the following reasons: (i) chaincode generation depends on a pre-binarization algorithm, (ii) the adaptive binarization algorithm and the chaincode generation algorithm are both efficient, and (iii) the orientation field is directly computed by tracing the chaincode over a discrete grid. The objective is to attain the ridge orientation for the entire window rather than at every pixel. Figure 2 shows the direction fields generated for the FVC2004 fingerprint images and Figure 3 shows the same for a NIST fingerprint image.
Enhancement Using Anisotropic Filter
Poor binarization leads to broken ridges or touching ridges which in turn create spurious points. Our approach uses a directional anisotropic filter of elliptical shape with its major axis aligned parallel to the local ridge direction. The filter thus smoothes pixels along the ridge direction. The anisotropic filter can be expressed as [14, 20] :
, where n and n ⊥ are mutually normal unit vectors and n is parallel to the ridge direction. The shape of the kernel is controlled by σ 2 1 (x 0 ) and σ 2 2 (x 0 ). The region constraint ρ satisfies condition ρ(x) = 1 when |x| < r and r is the maximum support radius, which is basically determined by the size of the ellipsoid. Two additional parameters, S and V control the phase intensity (how tall the elliptical shape should be) and the peripheral pixels (near the outskirts of the kernel) respectively [14] . We also let V = −2 and S = 10 in our experiments. σ 
Minutiae Extraction Using Chaincode
Most fingerprint minutia extraction methods are thinning-based where the skeletonization process converts each ridge to one pixel wide. Minutia points are detected by locating the end points and bifurcation points on the thinned ridge skeleton based on the number of neighboring pixels. The end points are selected if they have a single neighbor and the bifurcation points are selected if they have more than two neighbors [16] . However, methods based on thinning are sensitive to noise and the skeleton structure does not conform to intuitive expectation. Our chaincode based method is obtained by scanning the image from top to bottom and right to left. The transitions from white (background) to black (foreground) are detected. The contour is then traced counterclockwise and expressed as an array of contour elements. Each contour element represents a pixel on the contour. It contains fields for the x,y coordinates of the pixel, the slope or direction of the contour into the pixel, and auxiliary information such as curvature.
In a binary fingerprint image, ridge lines are more than one pixel wide. Tracing a ridge line along its boundary in counterclockwise direction, a termination minutia (ridge ending) is detected when the trace makes a significant left turn. Similarly, a bifurcation minutia (a fork) is detected when the trace makes a significant right turn ( Figure 5 (a) ).
Let a vector P in go in to a contour point P and a vector P out go out of P . The computations of P in and P out use several neighboring contour points. This is to avoid local noise and at the same time obtain a better estimation of the vectors using the average of more than one point.
The significance of the direction change at P is determined by the angle made between P in and P out :
After size normalizations, let the two vectors be P in = (x 1 , y 1 ) and P out = (x 2 , y 2 ). Then A threshold T is selected so that any significant turn satisfies the condition:
If we place the vectors in a Cartesian coordinate system with P in along the xaxis ( Figure 5 (b) ), then the threshold T is the x-coordinate of the thresholding line. The turning direction is determined by the sign of sin θ since the angle θ is always in the range −90
• to +90
• . Thus,
Therefore x 1 y 2 − x 2 y 1 > 0 indicates a left turn and x 1 y 2 − x 2 y 1 < 0 indicates a right turn. We define the location of a minutia as the center point among the small group of turning pixels while ensuring that the minutiae density per unit area does not exceed a certain value.
Experimental Results
We use the Goodness Index (GI) of the extracted minutiae to quantitatively assess the performance of our fingerprint enhancement algorithm. For both the original fingerprint images and the enhanced images, we use the adaptive binarization and then apply the chaincode minutia extraction algorithm.
we compute the goodness of the detected minutiae [8, 13] as
where r is the total number of 15×15 image blocks; p i is the number of minutiae paired in the ith block; d i is the number of missed minutiae; i i is the number of spurious minutiae; t i is the true number of minutiae; and q i is a factor which represents the image quality of the i-th block (good=4, medium=2, poor=1). A high value of GI indicates a high reliability. The maximum value (GI = 1) is reached when all true minutiae are detected and no spurious minutiae are generated.
Our experimental set includes 20 images randomly chosen from NIST image set. In each 15 × 15 window, an expert determines the true minutia. An image quality index required by the GI formula is also assigned for the window.
The GI indices are manually computed using the minutiae extracted from the original images. These range from 0.10 to 0.52 with an average of 0.28. After image enhancement the minutiae points are extracted again and the new GI indices range from 0.25 to 0.70 with average 0.44, which is better than the result reported in [13] .
To evaluate the minutiae extraction algorithm we have chosen some sample image from FVC2004: the Third International Fingerprint Verification Competition [22] dataset. The FVC2004 dataset contains images acquired from four different sources: three fingerprint scanners and a synthetic fingerprint generation. We have take 10 sample images from Set "B" of the database. We took 3 samples from each of DB1 and DB2 and 2 from each of DB3 and DB4. We also took another 2 images from F1 set of NIST fingerprint data set. The images are chosen to cover wide variations in image quality and results are presented in Table 1 and 2. Table 2 also includes results of the four methods reported in [9] for comparison.
The results show that our method is comparable.Our proposed method does better in two of the three categories. The error of dropped minutiae being zero is due to the use of automatic detection of ambiguous blocks. From our experiment we found that a fingerprint includes a marked ambiguous block only if the image is very low. The false minutiae are mostly due to binarization of the difficult local area where a ridge is broken by noise or low image contrast. 
Conclusions
This paper describes novel use of chaincode image representation in fingerprint image enhancement and minutiae extraction. The chaincode representation allows efficient image quality enhancement and detection of fine minutiae feature points. For image enhancement a given fingerprint image is first binarized after a quick averaging to generate its chaincode representation. The direction field is estimated from a set of selected chaincodes. The original gray scale image is then enhanced by a filtering algorithm. For feature extraction, the enhanced fingerprint image is binarized using a locally adaptive binarization algorithm for generating the chaincode representation. The minutiae are detected using a sophisticated ridge contour following procedure. Subjective experiment shows that the method is very effective.
Since chaincode representation is for binary images, the quality of the binary images are important. Although at the enhancement stage we only need a binary image good enough for the chaincode-based method to be able to compute a reliable direction field, we still feel the need of a better preprocessing for the binarization.
For feature extraction, the chaincode method is an efficient method using binary images. Our future work is directed on a post-processing method for removing added minutiae and exchanged minutiae due to attached noise from sweat pores and dots in between ridges.
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