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Abstract 
The technology of image watermark is very important in the field of signal processing. The knowledge of image 
watermarkˈas well as the DCT/IDCT had been introduced in this paper. A new digital watermarking encryption 
algorithm had been introduced which the watermarking information was based on the size of the image. The 
watermark’s embedding and extraction had been performed on two images for verifying this watermarking algorithm 
by MATLAB, and the result show that the adaptive algorithm is effective. 
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1. Introduction 
Recent years, the digital watermarking technique had been an essential measure for the protection of 
the multi-media information, and been attached importance to. Suffice to say, it had been of importance 
in the multi-media field. The knowledge of the image watermarking would be introduced in this paper, 
and simulated base on MATLAB.  
The digital watermarking:  
The technique of digital watermarking had been put forward by Tirkel in 1993.It had been spread into 
all field of the multi-media, say, the image processing, audio processing, Internet,  and so on. The basic 
principle of the technique is that some information (just like the images and the strings), could be 
embedded into the original content by some special measures. On the one hand, intellectual property 
rights would be protected effectively; on the other hand, the embedded information wouldn’t have any 
influence to the original content.  
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There were two types of digital watermarking, visible watermarking and invisible watermarking. The 
invisible watermarking always applied into the protection on local and transmission. It’s an invisible sign 
that can prevent the listener-in extracting the original content from the embedded information. It is 
obvious that the application of digital watermarking put forward the derivation of the original content to 
prevent the illegal usage. Who got the copyright can use the product legally by the watermarking on the 
original content. But the “who not” could not benefit from them, even suffer the consequence. 
2. The Algorithms of Digital Watermarking  
There were two types of digital watermarking, which were the time-domain watermarking and the 
frequency-domain watermarking. The time-domain watermarking means that the original content would 
combine with the watermark information on the time-domain. It can be shown by the formula (1): 
)()()( tatxtf                                                                            (1) 
In the formula, the x(t) was the original signal, the a(t) was the watermark. The f (t) was the 
combination. This algorithm was always used in the visible watermarking. But for some invisible 
watermarking processing, another  
 
algorithm was implemented which was watermarking algorithm base on the frequency-domain, shown by 
formula (2): 
F(w)= X(w) + a(w)                                                                              (2) 
Through a series of frequency-based transform, just like DCT, wavelet, the information on frequency-
domain could be extracted, and then the watermark could be embedded. Finally, the information 
embedded by watermark should be transformed from frequency-domain to time-domain. This is the 
principle of watermarking base on frequency-domain. 
There were so many forms about the watermarking, say, string, images, random series, even some 
watermark could be extracted from the original content. Here, the random series would be utilized as the 
watermark. The length of the watermark would be the number of row of the original image. 
Because of popularity of DCT algorithm, so it would be used in this experiment, in order to transform 
the original signal from time-domain to frequency-domain. For the original image f(x, y), DCT transform 
could be shown as follows: 
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Here, the M and N was the rows and columns. The c (u) and c (v) could be shown as follows: 
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For the inverse converting from the frequency-domain parameter to the time-domain parameter, we 
need the formula as follows: 
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The M and N was the rows and columns.   
DCT algorithm was suitable for the 2-D signal, but the images we got were always shown as the RGB 
form. For the implement of the experiment, the RGB images should be converted to gray images.  
The mainline of watermarking was that the DCT algorithm was implemented on the gray image, then 
the random series would be embedded into the original DCT parameter as the watermark. Finally the 
IDCT algorithm would implement, in order to get the expected image.  
 
3. The embedding and the extraction of watermark 
3.1 The embedding of the watermark 
                                                                 
                Fig.  3.1 The progress of watermark                 Fig.  3.2 The process of extraction of watermark 
   
x Pretreatment: The RGB image should be converted to the gray image, because the DCT algorithm 
could be used on the 2-D array, but the RGB was always shown as the 3-D array. Suppose we process 
the RGB image directly, an error would occur. 
x The DCT algorithm would be implemented on the gray image. As the result, we got the dctf1(u, v), 
and then the dctf1 would be convert to 1-D array and sorted. The number of the sort would change 
synchronously, which would be stored in the array i1(i). 
x The rows m and the columns n could got thought the using of formula size (image) in MATLAB. 
According to the rows of the image, a random series parameter “watermark” which its length was the 
rows would come into being as the watermark. And then the series of “watermark” would be sorted. 
The sequence number of the series would be sorted synchronously and stored in the array i0(i) for the 
rebuilding. 
x Embed the sorted series “watermark” into the array M, the algorithm was 
M(i)=y1(i)*(1+y0(k)),i=1,2,…,mhn; k=1,2,..,m,which y1(i) was the sorted DCT parameter, which 
y0(k) was the sorted watermark. According to the i1(i), a new series N could be rebuilt. The element of 
N would be the 1- D DCT parameter of the watermarking image. 
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x According to the rule of the rows and the columns of original image, the array N could be converted to 
an new DCT matrix dctf2(u, v). 
x The IDCT algorithm could be implemented on the dctf2(u, v). And then we got the watermarked 
image idctf2(x, y).  
3.2 The extraction of the watermark 
The process of extraction could be shown by the Figure 3.2 above. 
x The DCT algorithm would be implemented on the watermark-embedded image, as a result, DCT 
parameter matrix dctf2(u, v) would be created and sorted to the 1-D array B(i). 
x According to the i1, which include the original sequence of M, we could rebuild the M. Define the 
result with y2. 
x Through the inverse calculation, we could get an new array n0 according the sorted 1-D array y1 of the 
original image and the y2 in (2) with the algorithm: n0(k)=y2(i)/y1(i)-1ˈk=1,2,…,m;i=1, 2… mhn. 
x According to the array i0, watermark2 could be rebuilt from the n0. Now, the parameter “watermark2” 
would be the watermark expected. 
4. Simulation results and analysis 
With the formula in show (true image) on the MATLAB, the original image “tiananmen,jpg” would be 
shown, which is 383*400*3 (Because this was an RGB-image, so there were 3 elements in each Pixel. 
The Figure 4.1 was the original image “tiananmen.jpg”. 
      
Fig. 4.1 original image of "tiananmen.jpg"                    Fig. 4.2 the gray image of "tiananmen.jpg" 
 
Through the pretreatment, a gray image was created, which is 383x400x1, there was only one 
parameter in each pixel as the Figure 4.2 above shown. 
Here, the gray image “tiananmen,jpg” was corresponding to the original image. Because there were no 
block-processing in the image, so the size of the image would not be considered. The DCT algorithms of 
the experiment could be used on the images with any size. 
The watermark in this experiment was a random series, and its length can be changed according to the 
number of rows. As result, the error which length of watermark exceeds the size of the images 
(rowsucolumns) would not happen. So the program of this experiment would be more “strong”. 
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On the other hand, to some high-resolution images, the length of the watermark would be restrained in 
500. As a result, when the number of rows had been more than 500, the length of watermark would be 
500. 
Through the command plot, the original watermark would be shown in MATLAB. Here, there were 
383 elements in the watermark array and the first 150 elements had been shown in the Figure 4.3: 
 
 
Fig. 4.3 the first 150 elements of the watermark 
 
In the process of the embedding of the watermark, the program had sorted the DCT parameter and the 
watermark parameter, and then the watermark had been composed with the DCT parameter. According to 
the series of DCT parameter of the original image, a new DCT array could be created which was the 
watermark-embedded image. Finally, the IDCT would be implemented on the new DCT array, as a result, 
the embedded image expected had been created. Apparently, the new image was the same with the 
original image after the process as shown in Figure 4.4. 
 
       
Fig. 4.4 watermark-embedded image                        Fig. 4.5 100 elements of the rebuilt watermark 
 
The extraction of the watermark was the inverse progress which embedded the watermark. The 
watermark could be rebuilt according the original image and the embedded image. After the extracting 
algorithm, the array “watermark2” would be created. The first 100 elements of the extracted watermark 
had been shown as Figure 4.5 above: 
Compared to the original watermark array, the extracted watermark was identical with the original one. 
In order to present the adaptability of algorithm, it was another image that had been used. The size of 
the new image was 80*80ˈ the original image was shown as Figure 4.6: 
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                         Fig. 4.6 the original image             Fig. 4.7 the gray image generated 
 
The gray image generated had shown as Figure 4.7 above, was identical with the original image. 
The watermark generated from the rows of original image could be shown as Figure 4.8: 
 
        
                 
 
           Fig. 4.8 the original watermark generated                            Fig. 4.9 the watermark extracted 
 
Through the extraction, the array watermark2 (the rebuilt watermark) could be generated. It was found 
that the extracted watermark was identical with the original one. It had been shown by Figure 4.9 above: 
5. Conclusion 
In this paper, the length of watermark was decided by the number of rows of the original image. It was 
said that no mater how big the image was, the length of watermark would be always less than the size of 
the images. So the program had been validated available by the experiment. The phenomenon that the 
length exceeded had been avoided. 
The algorithm introduced was just a small reduction of adaptive watermarking algorithm. Various 
evolutions could be happen in the future. For example, we could generate a watermark which would be 
the strings including the information about the author for some authorized application. Or even some 
special image could be used as the watermarks, say, photographs, random gray images, and so on. Size of 
this kind of images could be changed by the information about the original images. 
On the other hand, the advanced algorithm could be used in the multicolor images. The watermarking 
algorithm could be applied on the RGB parameter respectively. 
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