ABSTRACT This paper investigates the secure communication in a multi-pair massive multiple-input multiple-output (MIMO) amplify-and-forward (AF) relay network over Ricean fading channels in the presence of an eavesdropper. With the imperfect estimated channel state information, maximum ratio combining (MRC)/maximal ratio transmission (MRT) are employed for AF relaying. Based on random matrix theory, we first derive tractable analytical expressions of the end-to-end signal-to-interferenceplus-noise ratios (SINRs) at the intended user and Eve, respectively. Then, some asymptotic results for infinite Ricean K-factor, unbounded transmit power, and relay power are provided, which show that the SINRs at target user and Eve are both limited by some bounds and the effects of estimation error, relay noise, or received additive noise will be eliminated in these extreme cases. Meanwhile, power scaling laws for transmit power and relay power are studied that they should satisfy to maintain a desirable rate level. Analytical results indicate that the power can largely be cut down in inverse proportion to the number of relay antennas in Ricean fading channels. Moreover, by exploiting successive approximations, geometric programming, and iterative computation, a power control scheme is proposed to maximize the achievable sum secrecy rate. Numerical results are presented to demonstrate the effectiveness of this secure multi-pair massive MIMO relaying system. INDEX TERMS Massive MIMO, physical layer security, Ricean fading channels, power control.
I. INTRODUCTION
Massive multiple input and multiple output (MIMO) is emerging as a promising technique for future wireless communication systems [1] , [2] . With unprecedented large antenna array, massive MIMO has many advantages including higher spectral efficiency, better link reliability, less radiated power consumption and greater simplicity in signal processing [3] , [4] . Meanwhile, relay cooperative communications have been widely studied in the past decade as they can largely extend network coverage, improve system capacity and enhance transmission security [5] , [6] .
Combining relaying and massive MIMO networks is advantageous to fulfill the demand of future wireless communication networks [7] . Massive MIMO relaying for multi-pair communications has attracted much attention recently [8] , [9] . In [8] , using maximum ratio combining (MRC)/maximal ratio transmission (MRT) and zeroforcing (ZF) processing at relay, the achievable rates under different power-scaling schemes have been analyzed in detail with perfect multi-pair relay channel state information (CSI). Moreover, [9] studies the asymptotic achievable rate and power efficiency of the multi-pair massive MIMO relay with imperfect CSI at relay. Furthermore, many scholars have extended the works to two-way multi-pair massive MIMO relaying networks and obtained valuable conclusions [10] , [11] . Existing research findings indicate that the massive MIMO relaying system can achieve meaningful performance gain provided by the large antenna array [12] .
Privacy and security are becoming increasingly important in upcoming wireless communication systems [13] , [14] . Physical layer security as an information theoretic secrecy has attracted considerable attention in the last decade since it can guarantee tight security regardless of the computing power of the wiretapping devices [15] , [16] . Fortunately, massive MIMO has the potential of physical layer security since the large antenna array can generate a perfect beam pointing to the legitimate user to avoid signal leakage [17] . Especially, massive MIMO is immune against passive eavesdropping [18] , [19] . On the other hand, active attacks and pilot contamination bring great threat for secure massive MIMO transmission [20] , [21] . And most literatures focus on one way communication link, i.e. downlink or uplink transmission. For the considered massive MIMO relaying system, combination of the two technologies can remarkably enhance secrecy performance by jointly exploiting their potentials. Reference [22] has theoretically analyzed the secrecy performance of amplify-and-forward (AF) and decode-andforward (DF) massive MIMO relaying systems. It shows that AF relay can achieve better security performance with large transmit power. Based on the analysis results, some resource allocation schemes have been presented for the secure massive MIMO relaying system. To maximize the secrecy energy efficiency, [23] addresses the problem of joint power allocation on the signal source and relay where two power optimization schemes are put forward under joint and distributed constraints. Moreover, to maximize the secrecy outage capacity, [24] studies the joint power and time allocation in secure massive MIMO DF relaying system and also provides corresponding closed-form solutions. Moreover, [25] investigates the secure communication in wireless powered massive MIMO relay system where the relay is powered by source's wireless power transfer. However, these works all focus on the single-pair relaying systems, and the results are not suitable for multi-pair communications. Reference [26] investigates the physical layer security in multi-pair communications in massive MIMO relaying networks. It provides closed-form deterministic equivalents of achievable ergodic rates at legitimate user and eavesdropper. Also, this paper presents a simple power control to maximize the minimum user signal to interference-plus-noise ratio (SINR) under eavesdropper's SINR constraint. Nevertheless, the above literatures and most other researches on massive MIMO assume the transmit channels obey the independent Rayleigh distribution. With this favorable propagation environment, the channels of different users are asymptotically orthogonal and the systems only need simple signal processing [27] . While this ideal model falls short of capturing some special propagation conditions when there is a highly directional line-of-sight (LOS) component, such as millimeter-wave communication, high altitude platform communication, mobile cellular communication etc. There are some relevant works on the massive MIMO communications over Ricean channels. In [28] , the uplink massive MIMO communication rates over Ricean fading channels are investigated using MRC and ZF receivers with perfect and imperfect CSI. Also the power scaling laws and influences of Ricean K-factor are further studied based on these results. In addition, [29] and [30] investigate the spectral efficiency and energy efficiency of multi-pair two-way massive MIMO communication in half-duplex and full-duplex mode, respectively.
Motivated by the above analysis, we consider the secure communication in multi-pair massive MIMO AF relay networks over Ricean fading channels. Meanwhile, the secure transmission, power scaling laws and power control are investigated separately in detail. To the best of authors' knowledge, this is the first paper that considers the secure multi-pair massive MIMO relaying networks over Ricean fading channels. Main contributions of this paper are summarized as follows:
• With the imperfect estimated CSI over massive MIMO Ricean channels, a low complexity MRC/MRT AF beamforming matrix at relay is designed. Using random matrix theory, we derive the closed-form asymptotic end-to-end SINR equivalents of legitimate user and eavesdropper.
• Based on the achieved SINR expressions, some asymptotic behaviors are analyzed including extremely large Ricean K-factor, infinite transmit power and unbounded relay power. Analytical results reveal that estimation error, relay noise component or received additive noise component vanishes separately in three extreme cases and the achievable rates of legitimate user and eavesdropper converge to constant values.
• Power-scaling properties of transmit power and relay power are presented. Analysis results indicate that the transmit power or relay power can be cut down in inverse proportion to the number of relay antennas to maintain a fixed security level.
• Using successive approximations, geometric programming and iterative computation, the transmit power and relay power are jointly optimized to maximize the sum secrecy rate. The rest of this paper is organized as follows. In Section II, we describe the system model, also introduce the considered Ricean channel model and channel estimation algorithm. Section III derives the secrecy performance analysis on the multi-pair massive MIMO relay network. Discussions on asymptotic performance and power scaling laws on transmit power and relay power follow in Section IV. Then a simple power control scheme is proposed in Section V. Simulation results are presented in Section VI. Finally, Section VII concludes the paper.
Notation: Boldface lowercase letters and uppercase letters represent the vector and matrix, e.g. 
II. SYSTEM MODEL
The considered system model is described in Fig. 1 , where K single-antenna source users (SU 1, SU 2, · · · ,SU K) try to transmit information to their corresponding single-antenna terminal users (TU 1, TU 2, · · · , TU K) in pairs through a M -antenna relay (R) (M 1 
and D TR = diag β TR,1 , β TR,2 , · · · , β TR,K are all diagonal matrix with large-scale fading coefficients, where H SR ∈ C M ×K and H TR ∈ C M ×K represent the fast fading channel matrix. We can denote the Ricean fast fading matrix as
is the Ricean K-factor between the jth user and the relay. For simplicity, we set all users' transmission links with the same Ricean K-factor K a in this paper. H i,w is the random component of the Ricean channel with i.i.d CN (0, 1) elements. Moreover,H i represents the line-of-sight (LOS) deterministic component. As the users are randomly distributed in the region with different arrival angles, we can denoteH i with an arbitrary rank as
where θ k denotes the arrival angle of kth user, λ and d represent the carrier wavelength and antenna spacing. For the sake of convenience, we set d = λ 2 in this paper. Similarly, the channel vector between the eavesdropper (Eve) and relay g ER = β ER h ER ∈ C M ×1 can be represented as
whereh ER and h ER,w denote LOS component and random component, β ER is the large-scale path loss coefficient.
B. UPLINK CHANNEL ESTIMATION
Practically, relay should estimate the channel matrices for forward processing. Adopting the channel reciprocity in TDD mode, channels between all users and relay can be estimated by uplink training at relay. As the Ricean K-factor and deterministic component can keep constant for a long interval and can be easily gained by some estimation algorithms, we assume they are perfectly known by relay, that is, only the random component need to be estimated [28] , [30] . At the beginning interval τ of each coherence interval T , all 2K users simultaneously send pilot sequences to relay for uplink training. The received pilot signals at relay can be given by
where p p is the average power of each pilot symbol,
is the whole channel matrix of the two hops, N R ∈ C M ×τ is the additive Gaussian noise matrix with i.i.d elements CN 0, δ 2 r , ∈ C 2K ×τ is the pilot sequences matrix. To avoid pilot contamination, orthogonal pilot sequences are exploited, which satisfies
Removing the known deterministic component, the remaining terms can be given by
Using the minimum mean-square-error (MMSE) estimation [21] , relay can estimate the channel matrix aŝ
Hence, the real channel can be denoted by
whereĜ andG represents estimated channel and estimation error matrix. Massive MIMO relies on the asymptotic orthogonality of different channel vectors to obtain the dieversity gain. Yang proves that the expected correlation between a pair of channel vectors under LoS conditions decreases at least as fast as log (M ) M [31] . According to the properties of MMSE algorithm [32] ,Ĝ andG are mutually independent. Elements of estimation error matrixG are all zero-mean complex Gaussian random variables with variances ε m,i =
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Based on [28, Lemma 4] , when M is extremely large, the inner product of the estimated channel vectors approximately equal to fixed values aŝ
where η SR,n and η TR,n are defined as
Furthermore, we can get the second order statistics of inner product of intra or inter column vectors ofĜ and g ER as (12) and (13) shown at the top of this page, where x = {SR, TR}, and crosstalk φ x,ni is defined as
III. SECRECY PERFORMANCE ANALYSIS
In this paper, relay exploits linear MRC/MRT AF beamforming based on the estimated imperfect channel CSI. Then we derive the SINR expressions of legitimate users and Eve. Based on the random matrix theory, we can get the asymptotic results to the regime of infinite M . Also the analytical expression for achievable ergodic secrecy rate is achieved to evaluate the system's secrecy performance.
A. MRC/MRT PROCESSING AND SIGNAL TRANSMISSION
The considered multi-pair relay system takes two time slots to realize the signal transmission. In the first time slot, all SUs send signals to relay simultaneously. Thus, the received signal at relay can be given by
where
T is the i.i.d data symbols with unit norm, i.e. E |s k | 2 = 1, ∀k = 1, 2, · · · , K . p s is the average transmit power of SUs. n R ∈ C M ×1 denotes the additive Gaussian noise vector with i.i.d CN 0, δ 2 R elements. Utilizing AF protocol and the estimated CSI, the relay forwards its received signal with MRC/MRT scheme.
The processed signal vector at relay can be represented by
where W = αĜ * TRĜ H SR is the MRC/MRT beamforming matrix, and α is the normalization factor which satisfies that E x R 2 = 1. Then, the received signal at kth TU can be denoted by
where g TR,k denotes the channel vector between kth TU and relay, p R is the transmit power at relay, n k ∼ CN 0, δ 2 k is the additive Gaussian noise component.
B. ACHIEVABLE ERGODIC SECRECY RATE
With the same assumptions as works [21] and [26] , the target kth TU only know the statistic knowledge of its channel, i.e. E g T TR,k Wg SR,k , whereas the intelligent Eve have the perfect information of its own channel, i.e. g T ER,k Wg SR,k . Factually, with these assumptions, we can get the lower bound and upper bound of the achievable information rate by kth TU and Eve, respectively. Therefore, the received signal of kth TU and Eve can be given by
where n E ∼ CN 0, δ 2 E is the additive noise component at Eve. We can see that the first terms of the two formulas are the desired signal component, and the rest parts can be considered as effective additive noise components. It is easily noted that the desired signals and the effective noise components are mutually uncorrelated. Hence, the expectations for the SINRs of kth TU and Eve are given by
where the notations
denote the desired signal variance, multi-user interference, amplified relay noise component, respectively. Sim-
and RN E = E g T ER Wn R 2 represent multi-user interference and amplified relay noise at Eve. Exploiting the random matrix theory [33] , we can derive the deterministic equivalents of the terms in SINR expressions (20) and (21) .
Theorem 1: Exploiting MRC/MRT beamforming with estimated CSI by MMSE algorithm, the asymptotic limits where M → ∞ of the terms in γ k and γ E,k are given by (22)- (30), as shown at the top of this page. Other terms are represented as (22) , (24), (26) and (27) shown at the top of the page because of the space limitation.
Proof: Please see Appendix A. By inserting these terms into (20) and (21), we can get the deterministic equivalents of the SINRs where M → ∞.
Based on the above analysis, we define the ergodic secrecy rate as
where R k = 1 2 log 2 (1 + λ k ) and R E,k = 1 2 log 2 1 + λ E,k denote the achievable ergodic rate at kth TU and Eve with term 1 2 due to the half duplex mode.
IV. ASYMPTOTIC ANALYSIS
Next we investigate some asymptotic performance of the secure relaying system. To get some simple and insightful results, we will consider some extreme cases based on the obtained SINR analytical expressions.
A. LARGE RICEAN K-FACTOR
When K a = 0, transmit channels have no LOS components which actually convert into Rayleigh fading channels. With this channel model, we can easily get the following results as (32) and (33) expressed at the top of the next page, where the terms in above formulas can be gained by inserting K a = 0 into their definitions.
We note that the estimation error will decrease to zero with increasing K a , i.e. lim Hence, the channel hardening performance is best in this situation. Also SINRs of legitimate users and Eve will approach constant values, which can be represented as
(34) and (35) at the top of this page with terms as
We note that both SINRs of legitimate user and Eve approach fixed values. Also the results indicate that if the relay antennas number increases to a large number, Eve's SINR converges to a small fixed value, but intended user's SINR will grow without bound at the speed M . It is easy to interpret this case that with an extremely large K a , the transmit channels almost only have LOS deterministic components and channel estimation error is negligible, so the antenna beams can precisely point to the target users with little information leakage. We can conclude that the massive MIMO relaying system will get a better secure performance in a wider broadcast environment with larger LOS components, such as rural communications, in-door communication, high altitude platform communication etc.
B. LARGE SOURCE TRANSMIT POWER
Then we consider another extreme case that the SU power is infinite large while the relay power is fixed. Now the SINRs can be rewritten as . In addition, it is easily seen that the amplified relay noise components disappear in the SINR expressions. It can be explained that the signal-to-noise ratio at relay is infinite in this extreme case so that noise power is negligible which also makes the estimated channels are perfect. Hence, the MRC/MRT beamforming can be designed perfectly unaffected by relay noise. VOLUME 6, 2018
C. LARGE RELAY POWER
With an unbounded relay power and a fixed source transmit power, we can rewrite the SINRs as
Evidently, both SINRs are also constant with fixed transmit power p s and limitness relay power p R → ∞, so we can also derive an upper bound of secrecy rate in this limiting case. Also we can observe that the additive noise components at TUs and Eve vanish in these expressions, which also can be interpreted that the noise components are negligible compared to received intended signal power. Moreover, the normalization factor α also disappears in SINRs as all the terms in these formulas are all processed by beamforming matrix W with same factor α 2 . Another important but not obvious feature is that the parameter β ER can be canceled out in γ E,k,p R =∞ , which reveals that the achievable information rate of Eve and system's ergodic secrecy rate have nothing to do with the location of Eve. This means that traditional shortdistance eavesdropping effect vanishes in this scenario with extremely large relay power.
D. POWER-SCALING ASYMPTOTIC ANALYSIS
Due to the huge array gain, massive MIMO system theoretically can largely cut down the transmission power. Next we investigate the power-scaling properties of this secure relay system in detail which means that how much the transmit power can be substantially cut down to maintain a desirable quality of service when the number of antennas increases without bound.
Exploiting transmit power of SUs scaling down by 1 M a , i.e. p s = E s M a with a positive factor a and fixed E s , we can get the following asymptotical SINR expressions by removing the tiny negligible terms as
where the notations denote that
From the above results, we can note that TU's SINR will converge to zero as M → ∞ if a > 1, which implies that the average transmit power has been weakened too much. Contrarily, if a < 1, R k becomes unbounded meaning that transmit power can be cut down more to get the same performance. It is interesting to observe that only when a = 1, R k can get a fixed positive value. Nevertheless, it is a little different for Eve. a > 1 makes Eve's achievable ergodic rate converging to zero. With the condition a ≤ 1, Eve can get a fixed positive information rate.
Then we investigate the power-scaling property of relay power, i.e.
Similarly, as M → ∞, the asymptotic SINRs can be given by
Hence, we obtain a similar conclusion that b = 1 makes the intended TU achieving a fixed ergodic information rate, while an unbounded information rate or zero rate will be achieved with 0 < b < 1 or b > 1.
Then, with 0 < b ≤ 1, Eve's achievable SINR is given by
where the terms represent that
Easily we conclude that Eve's SINR will converge to zero as b > 1 where M → ∞. It is interpreted that with a large scaled factor b > 1, the leaked signal at Eve is extremely weak while the additive noise even dominates the received signals' power at Eve, from which Eve cannot obtain any useful information at all. These power-scaling laws are very beneficial for massive MIMO system design, which concides with the results in [28] .
V. SECRECY PERFORMANCE OPTIMIZATION WITH POWER CONTROL
According to the previous discussions, the achievable rates of TU and Eve both are affected by source transmit power and relay power. Hence, it is necessary to consider the power allocation jointly. In this section, we present an optimal power control scheme to maximize the achievable sum secrecy rate subject to the total power constraint.
We can easily note that the secrecy rate R sec,k has the same monotonicity with
For the convenience of description, we introduce some new notations as
Moreover, another two notations (V k and V E,k ) can be denoted by (61) and (62) at the bottom of this page.
With these new notations, we can rewrite the SINRs as
To maximize the sum secrecy rate of all pair-users subject to total power constraint p Total , we can formulate the optimization problem as
This optimization object and restrictive functions are all fractional form whose numerators and denominators are all polynomials. This problem is cumbersome in form and hard to be solved directly. We can exploit successive approximations to translate the polynomials into monomials. Similar to [34] , we use a new function
Evidently, the new approximation function is a monomial and equal to (1 + γ k ) at γ k =γ k . Moreover, the optimization problem can be
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With the approximate replacement, J 2 becomes a geometric programming (GP) problem which can be easily solved, even for large-scale problems [35] . Therefore, the successive approximations and iterative optimizations can be used to approach the optimal solution of problem J 2 . We summarize the power control algorithm as follows:
to replace the target function subject to the same restrictive conditions as J 2 ; (3) Resolving the GP problem from step 2 to get the locally optimal solution p n s , p n R , and computing the updated SINRs γ n k , γ n E,k , then settingγ k = γ n k ; (4) Repeating step (2) and (3) until the results converge, i.e. max k=1,2,···K
(5) Returning the optimal solutions.
VI. SIMULATION RESULTS
In this section, we present some simulations to quantitatively evaluate the secure multi-pair massive MIMO relaying system. Monte-Carlo experiments are operated for this following scenario: a single cell with a radius of 500 m is considered with a massive MIMO aided AF relay locating in the center, as shown in Fig. 2 . K = 4 pairs served users are respectively uniformly located in two symmetric sector regions, each spans π 2. One single-antenna passive Eve conceals in the receiving sector side. All users and Eve are restricted to be at least 100m far away from the central relay.
For the sake of simplification, shadow fading is not taken into consideration. The large-scale path-loss is modeled as
where d and d r are transmission distance and minimum reference distance, v is path-loss exponent [28] . Without loss of generality, we set d r = 100m and v = 3. Meanwhile, we assume relay, TUs and Eve have the same noise power level, that is, δ 2 R = δ 2 r = δ 2 k = δ 2 E = 10 −2 mW and all transmission links have the same Ricean-K factor K a . For uplink channel estimation, the pilot signal energy is set at τ p p = 1mJ. In addition to special investigation of the influence of Ricean K-factor, we set that K a = 0.25, that is, LOS components occupy 25% of the total power of Ricean channels. As the derived SINRs expressions are the foundation and the key of subsequent analysis all over the paper. First of all, we should present simulations to testify the accuracy of the derived equivalents. All users and Eve are placed as same as shown in Fig. 2 . Using the previous simulation conditions, we operate Monte-Carlo simulations over 5000 independent channel realizations. Simulation results are depicted in Fig. 3 . Obviously, we can note that the derived analytical expressions for SINRs can accurately match the experimental results especially for large numbers of antennas. Therefore, these deterministic equivalents are suitable to evaluate system's performance. Only the asymptotic analytical results are exploited in the rest of section. Also Fig. 3 shows that all TUs benefit from the increased relay antennas M whereas Eve's SINR changes little with increasing M . Even the achievable rate of Eve (for eavesdropping TU 1, TU 2, TU 3) decreases by increasing antennas M . These properties indicate that the security of the multi-pair relaying networks can be improved by massive MIMO. With the derived accurate analytical results for SINRs, we further investigate the asymptotic behavior of SINRs. The achievable SINRs of TUs and Eve v.s. Ricean K-factor are depicted in Fig. 4 . The parameters are set at M = 100, p s = 1mW, p R = 5mW. And the AF beamforming is designed based on the imperfect estimated CSI. As expected, the SINRs of TUs converge to some fixed values as K a = 0 (dashed transverse lines) and K a → +∞ (solid transverse lines). It can be easily explained that they represent two extreme cases. With K a = 0, the channels change into Rayleigh fading channels which only have random components. The achieved bounds with K a = 0 are consistent with the results in the other existing literatures [26] . With the increasing of K a , the LOS deterministic components become dominant in Ricean channels. In this case, the TUs receive almost all LOS signals. Meanwhile, SINRs of TUs will become larger as a higher Ricean K-factor reduces inter-user interference components in the denominators of SINR expressions. These results are consistent with the conclusions in [28] . Eve also get two bounds in these two cases. Generally speaking, Eve's SINR should decrease with increasing K a due to the reduced random components and signal leakage. But we can see that some achievable SINR will increase contrarily with a large K a . Before making the interpretation, we provide the following fact that the crosstalk between Eve and TUs are φ TR,Ek = Eve has the largest spatial correlation with TU 4 which means that Eve can benefit from the large LOS signal component when it try to intercept confidential messages from TU 4. In addition, the corresponding multi-user interferences increase with K a . Hence, Eve's SINR for TU 4 will increase with an upper bound. For other intercepted TUs (TU 1, TU 2, TU 3), the effect of increasing inter-user interference is greater than that of signal component strengthening, so these SINRs will decrease with increasing K a .
Next, we investigate the asymptotic behavior of SINRs under extremely large transmit power and relay power as shown in Fig. 5 . In this subsection, we only simulate and compare the SINRs of TU 4 and Eve (for eavesdropping TU 4) which have the largest SINRs in all communication pairs. When we investigate the effects of infinite p s or p R , the other power level keeps constant which are set at p R = 5mW or p s = 1mW. Other parameters are the same as Fig. 3 .
Then we evaluate the results. As shown in Fig. 5 (a) , SINRs converge to some constant upper bound values as transmit power p s or relay power p R tends to a large value. Meanwhile, Fig. 5 (b) indicates that the asymptotic limit values with large p s or p R are monotonically increasing at relay power p R or transmit power p s . Also the SINRs have upper bounds with infinite p s and p R . Besides, we note that SINRs of TUs can be enlarged by increasing number of relay antennas, whereas Eve get a slightly increment with a large number of antennas. These conclusions coincide with the discussions in Section IV.
Then, we evaluate the power-scaling properties of the considered multi-pair massive MIMO relaying system where the power is scaled down by p s = Finally, simulations and comparisons are carried out to evaluate the proposed power control scheme. We set the total power at p Total = 10, 50mW. Fig. 7 illustrates the comparison of achievable sum secrecy rates between random power allocation and proposed power control scheme. The curves of random power allocation are achieved by averaging the obtained results from 5000 random independent Monte-Carlo experiments. The results in Fig. 7 indicate that the achievable sum secrecy rate can be significantly improved by power control. Moreover, the achievable sum power can be improved with a larger total power. Obviously, with a larger total power constraint, the signal-to-noise ratio of relay or receiving terminals can be enhanced and the power allocation can be more flexible. In this paper, we only consider the simple case that all SUs use the same power. Actually, we can make an extension that all TUs have the autonomy to adjust their own transmit power. In addition, to improve the system's security, relay can allocate partial power to transmit artificial noise. These questions are outside the scope of this paper which is left for future works.
VII. CONCLUSIONS
The secure transmission of multi-pair massive MIMO AF relaying system over Ricean fading channels has been studied in this paper, where a passive Eve intends to eavesdrop the transmitted confidential information. Based on the estimated channel state information, AF relay exploits MRC/MRT beamforming for signal forwarding. Using random matrix theory, we first deduce asymptotic equivalents of the endto-end SINRs at the target user and Eve with infinite antennas. Then some asymptotic results are obtained at infinite Ricean K-factor, unbounded transmit power or relay power conditions. These results illustrate that the achievable ergodic information rates of legitimate users and Eve all converge to some fixed values in these extreme cases. Also we consider the power scaling laws for transmit and relay power of this massive MIMO relaying system. Theoretical analyses show that the power can be scaled down in inverse proportion to the number of relay antennas in Ricean channels. Moreover, we derive a simple power control scheme to maximize the achievable sum secrecy rate by using successive approximations, geometric programming and iterative computation. Finally, numerical results are presented to demonstrate the performance and effectiveness of this secure massive MIMO AF relaying system.
.
Then we should analyze the terms in (71) one by one. AsĜ SR andĜ TR are mutually independent, based on the property tr {XY} = tr {YX}, the first term can be rewritten as 
So we obtain the deterministic equivalent of the first term as 
Combining the above three terms, we can get the deterministic equivalent of 1 α 2 as (22) .
Utilizing the similar analytic procedures and manipulations, we can easily derive the other asymptotic expressions in Theorem 1. To avoid repetition of description, the deduction process is not stated in detail here. This concludes the proof.
