Abstract-In this paper, a novel quantum encryption algorithm for color image is proposed based on multiple discrete chaotic systems. The proposed quantum image encryption algorithm utilize the quantum controlled-NOT image generated by chaotic logistic map, asymmetric tent map and logistic Chebyshev map to control the XOR operation in the encryption process. Experiment results and analysis show that the proposed algorithm has high efficiency and security against differential and statistical attacks.
I. INTRODUCTION
UANTUM information processing is a great of current interest for computer, mathematics, and physical scientists. It is a discipline devoted to the development of novel quantum protocols/algorithms for storing, processing, and retrieving visual information [1] . It will likely lead to a new way of technological innovations in computation, communication, image processing and cryptography since the quantum computation could overcome the inefficiency on classical computers [2] .
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The feature of quantum parallelism is utilized in quantum image processing to speed up various processing tasks such as quantum image encryption [3] [4] [5] [6] [7] [8] [9] [10] [11] , quantum image steganography [12, 13] , quantum image watermarking [14] and so on. Quantum image encryption is widely used to assure security in the information hidden into those images [3] . The algorithms for quantum image encryption could be mainly classified into three types: quantum scrambling, quantum diffusion and combination between them. The first task of quantum image processing is to capture and store the image on quantum computers. Quantum image can be represented for flexible processing by several methods like NEQR, FRQI, NCQI, etc. [15, 16] .
In 2013, a quantum image encryption algorithm based on quantum Fourier transform and double random-phase encoding is proposed in Yang et al.'s work [4] . In 2014, based on color and restricted geometric transformations, Song et al. [3] presented a new quantum image encryption algorithm. One year later, based on double random-phase encoding and generalized Arnold transform, a quantum image encryption algorithm is proposed by Zhou et al. [8] . In 2016, based on image XOR operations, Gong et al. [9] designed a quantum image encryption algorithm in which Chen's hyper-chaotic system is used to control the controlled-NOT operation. Also in the same year, Liang et al. [7] proposed a quantum image encryption algorithm based on generalized affine transform and image XOR operations controlled by logistic map. In 2017, by using iterative Arnold transforms and a hyper-chaotic system to control image cycle shift operations, a quantum image encryption algorithm is presented in Zhou et al.'s work [10] . However all quantum image encryption algorithms mentioned above used to encrypt only quantum gray-level images not quantum color images. In 2016, based on Chen's hyper-chaotic system, a quantum color image encryption algorithm is proposed in Tan et al.'s work [11] . To the best of our knowledge, in the earlier works, there is no quantum image encryption algorithm based on multiple discrete chaotic systems (e.g. logistic Chebyshev map and asymmetric tent map) for color images to increase the security of the encryption algorithm. So, the study of utilizing multiple discrete chaotic systems in quantum color image encryption algorithms is required.
In this paper, a novel quantum color image encryption algorithm is proposed based on multiple discrete chaotic maps. The proposed algorithm utilized the quantum controlled not image generated by logistic map, asymmetric tent map and logistic Chebyshev map. The quantum circuit of the proposed algorithm is devised based on NCQI [16] quantum color image representation. Based on simulations results and numerical analyses, the proposed quantum color image algorithm demonstrates the efficiency as well as security against differential and statistical attacks.
II. BASIC RECALLS AND PRELIMINARY KNOWLEDGE

A. Quantum color image representation
In this section, we give a brief overview of the novel quantum representation for color images (NCQI) [16] , which is the basis of the proposed algorithm. For 
(1) For more details about NCQI representation see [16] .
B. Chaotic systems 1) The logistic map
The definition of the logistic map can be seen as in Eq (2).
( )
where 0 (0,1)
are the initial value and control parameter respectively.
2) The asymmetric tent map
The definition of the asymmetric tent map can be seen in Eq. (3) which is the enhanced version ofthe tent map. 
3) The logistic Chebyshev map
The definition of the logistic Chebyshev map [18] can be seen in Eq(4).
where 0 (0,1) z ∈ is the initial value and
control parameter. aN ∈ refers to the degree of the Chebyshev map.
III. PROPOSED QUANTUM IMAGE ENCRYPTION ALGORITHM
In this section, we introduce a quantum color image encryption algorithm utilizing quantum controlled not image which is obtained by the multiple discrete chaotic systems. In the proposed algorithm, multiple chaotic maps are used to generate the controlled not image, such as chaotic logistic map, asymmetric tent map and logistic Chebyshev map. Fig.1 shows the quantum circuit of the proposed encryption algorithm.
The encryption procedures of the proposed algorithm are illustrated as following:
Step 1: select initial value for , where i= 0, 1, 2, ……., 2 2n , ( 2 2n is the image size).
Step 2: select initial value for 2 2n is the image size).
Step 3: select initial value for 
A. Correlation of adjacent pixels
In ordinary images each two pixels are highly correlated with each other, so correlation coefficients in each direction (vertical, horizontal and diagonal) close to 1 while in encrypted images using a good encryption algorithm close to 0. Table 1 
C. Key space analysis
Key space is the space of several keys that can be used in attack process. Large key space to resist the brute-force attack is an another tool to evaluate the security for a good image encryption algorithm. 10 , in addition the key spaces of δ, α and β.
The quantum encrypted color image 
D. Key sensitivity analysis
Key sensitivity is known as the sensitivity of the secret key to decrypt effect which is the essential property for good image encryption algorithm. To ensure the key sensitivity in the proposed algorithm, the following tests were carried out with several keys as shown in Fig. 7 .
V. CONCLUDING REMARKS
This paper has presented a quantum color image encryption algorithm by utilizing multiple discrete chaotic maps. It used the quantum controlled not image generated by multiple maps. Based on NCQI quantum color image representation, the quantum circuit of the proposed quantum encryption algorithm for color image is devised. The simulations results and numerical analyses show that the proposed algorithm has high efficiency and security against several attacks. 
