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SPILLOVERS BETWEEN CRYPTOCURRENCIES. NETWORK MAP OF 
CRYPTOCURRENCIES 
Elizaveta Lebedeva1 
 
Abstract 
 
The paper studies cryptocurrencies as financial assets. While most of the literature analyze Bitcoin 
and major altcoins, I investigate the large network of different cryptocurrencies (90 coins). The 
connectedness measures between their return and volatility are derived using the generalized 
variance decomposition methodology which allows constructing directional weighted network. 
Results (provided for different network specifications – various time period, time periodicity of 
data, size of the network) show that cryptocurrencies are highly connected to each other and 
connectedness increases more during shocks. Although Bitcoin is the largest cryptocurrency, there 
exist other coins (i.e. Ethereum, Monero, OmiseGo) that have more influence on the market. 
Besides that, the paper contains information useful for investors: there exist attractive 
cryptocurrencies less connected within the network and therefore, less affected by others’ shocks. 
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1. Introduction  
 
Cryptocurrencies as a subset of digital or virtual currencies become more and more popular 
nowadays. The number of existing cryptocoins have increased significantly since Bitcoin was first 
introduced in 2009, now we can observe more than 1500 different coins2. Their special feature is 
such that using cryptography, they allow secure transactions along with controlling of the creation 
every additional unit of cryptocurrencies (Chohan, 2017). But what we observe in present time is 
that they are mostly used not as a payment method, but as financial assets. People invest in 
cryptocurrencies expecting some return in changing prices. As with any financial return, it is 
rational to assume that there are interactions between cryptocurrencies in terms of their returns and 
volatilities. 
Cryptocurrencies market is highly volatile and reacts quickly to different shocks. For example, 
after China announced that regulators will ban future ICOs (initial coin offering) on the 4th 
September 2017, the main cryptocurrencies dropped about 10-15% and some less popular coins 
lost over 30-40% of their value3. Another interesting example is a sharp increase of Bitcoin price 
in November-December 2017 (from 4000 to 19000 USD), accompanied by price growth of other 
cryptocurrencies. 
Increasing popularity of the cryptocurrencies’ trading forces Governments to introduce 
cryptocurrencies’ regulation, which in turn influences the level of trading volume and price. On 
the one hand, there are successful examples of bitcoin regulation, for example, Japan, where the 
virtual currencies were recognized as a payment method for the first time in 2016. Currently, Japan 
regulators mainly induce more proper measures to safeguard citizens, responsible Bitcoin usage 
and implementation of ‘Know your customer’ procedure for exchanges. This country is becoming 
one of the biggest hubs of bitcoin trading. On the other hand, regulation of cryptocurrencies’ 
market aimed to ban cryptocurrencies’ exchanges and to limit trading (as in China or South Korea) 
increases volatility and is associated with shock periods and falling prices on the market. The first 
approach of the gradual adoption is more promising compared to examples of countries where 
cryptocurrencies regulation stands for ‘anti-money laundering’. Knowing how the 
                                                
2 https://coinmarketcap.com/all/views/all/ 
3 https://btcmanager.com/china-shocks-crypto-market-bans-icos/  
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cryptocurrencies market is connected may allow to estimate possible consequences of actions and 
prevent bad outcomes. 
The field of cryptocurrencies connectedness and network is not well discovered since the topic 
itself is young. There exist a lot of papers on blockchain technology; in addition, the number of 
economical research on cryptocurrencies is growing (e.g., Iwamura et al. (2014), Chiu and Koeppl 
(2017)). Some papers investigate drivers of cryptocurrencies price, in particular, Bitcoin as a major 
one (Hayes (2016), Kim at al. (2016)). Overall, researchers investigate mostly Bitcoin, and there 
exist few papers dedicated to altcoins (e.g., Halaburda and Gandal (2016)). But information on 
how different coins influence each other, how the shock of one coin affect others is useful for 
investors and would help to make the investment decision. However, to the best of my knowledge, 
there are no articles that investigate the large cryptocurrencies’ network. This paper is aimed to 
determine the interaction between different coins and construct network map of cryptocurrencies. 
It studies the following research questions: How strong is connectedness of cryptocurrencies’ 
market? How does connectedness change over time? What are the most influential coins and what 
coins less affected by market shocks? 
To achieve the goal and answer questions, I apply the approach of combining time series analysis 
and network theory proposed by Diebold and Yilmaz (2010, 2014). The authors develop 
methodology connecting financial econometrics and network theory based on the variance 
decomposition of Vector Autoregression modeling to study the banking network and global 
connectedness. Using the same methodology, I investigate connectedness of cryptocurrencies’ 
return and volatility and analyze spillovers between different coins. Varying periodicity of data 
(hourly, daily), number of coins in the network, different periods of time allow examining how 
connectedness changes depending on initial setup. Application of this method is a new way to 
study cryptocurrencies from financial point of view and the findings will fill the gap in literature. 
Besides that, they are important for investors who would like to plan investments in 
cryptocurrencies wisely and diversify their portfolio. Results show that the cryptomarket is highly 
connected and its connectedness increases during shock period, but there exist coins less connected 
within the network, in other words – less affected by shocks of other cryptocurrencies. 
The remainder of the paper is organized as follows. Section 2 reviews literature related to the topic 
of cryptocurrencies and financial connectedness. Section 3 presents data and preliminary analysis 
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of cryptocurrencies’ return and volatility. Section 4 describes the methodology. Section 5 provides 
with empirical results and Section 6 concludes. 
 
2. Literature Review 
 
2.1 Cryptocurrencies research 
 
The term ‘cryptocurrency’ was initially put into practice when Bitcoin was created. In 2009, 
Satoshi Nakamoto published the white paper “Bitcoin: A Peer-to-Peer Electronic Cash System” 
where he described the process of a secure transaction based on cryptography. The main 
characteristics which distinguish cryptocurrencies from other types of money and make them 
popular are the decentralized control ensured by participants of a network through blockchain and 
the absence of the third party during payment process. Following Bitcoin, other cryptocurrencies 
(known as altcoins) have been invented and their number rises almost every day. Figure 1 shows 
exponential growth of coins during 2014-2017.  
 
Figure 1 – Number of existing coins in 2014-20184 
Research dedicated to cryptocurrencies topic includes several directions: 
• Technical literature, 
                                                
4 Based on cryptocompare.com  
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• Economics of cryptocurrencies, 
• Cryptocurrencies market and price prediction. 
There exist a lot of papers aimed to improve algorithms of cryptocurrencies, discuss their technical 
fundamentals, mining opportunities, blockchain technologies. Also, this group of literature discuss 
security and privacy areas. Authors agree on a point that the main subject for improvement is a 
prevention of cases where users’ security is violated (e.g., hacking of wallets), such as precaution 
of DDoS attacks (Vasek (2014)) or 51% Attacks5 (Beikverdi and Song (2015)).  
The white papers that founders of cryptocurrencies usually publish before initial coin offering 
(ICO) have the large impact in this area. Such papers contain theoretical description of specific 
attributes, new features, as well as their practical implementation. The most influential among 
them were white papers of Ethereum which introduced a new possibility of launching smart 
contracts, Ripple with its strong connection to the banking system, Iota where the blockchain is 
replaced by directed acyclic graph (‘Tangle’), etc. 
As popularity and relevance of the field are growing, more papers summarizing the current 
situation of cryptocurrencies industry appear. Researchers from leading institutions conduct the 
studies including technical details about exchanges, mining, potential externalities (for example 
Global Cryptocurrency Benchmarking Study 2017 by University of Cambridge). 
It is important to notice that, as Yli-Huumo et al. (2016) underline, the literature about 
cryptocurrency technology is mostly published in workshops and conferences rather than in 
scientific journals.  
As for the next direction of research – the economics of cryptocurrencies, authors look from 
different points of view on how cryptocurrencies can be implemented into existing monetary 
system. On the one hand, Iwamura et al. (2014) show that many future cryptocoins will coexist in 
the common ‘cryptocurrencies ecosystem’ which will be stable with moderate fluctuations 
between competing cryptocurrencies. In contrast, Luther (2016) argues that cryptocurrencies 
cannot be widely used: the model of Dowd and Greenaway (1993) applied to currencies 
competition demonstrates that with existing network effect and switching cost agents will not 
affiliate alternative currencies. Based on the description of bitcoin and its network (Luther (2016)), 
                                                
5 51% Attack means that network security can be violated by those who has more that 51% of computational power. 
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cryptocurrency appears not better than fiat currencies, and cost of switching to bitcoin is relatively 
high.  
The sources for successful cryptocurrencies’ adoption are various. Iwamura et al. (2014) 
demonstrate that the characteristics of ideal qualified cryptocurrency which ensure steadiness of a 
system are no limit on supply, competitive and feasible pricing, relatively constant marginal cost, 
etc. But Luther (2016) shows that the only way for cryptocurrencies to have universal acceptance 
is to receive government support or in case of monetary instability. From his point of view, limited 
success of bitcoin is explained by the presence of Coordination Failure Equilibrium (when there 
are some agents who value bitcoin characteristics more than others).  
Another approach to examining the conditions for cryptocurrency system based on blockchain 
technologies is to use general equilibrium monetary model as Chiu and Koeppl (2017) 
demonstrate. After conducting numerical analysis based on Bitcoin and calibrating parameters for 
benchmark model, authors conclude that the larger is transactions volume of cryptocurrency 
compared to individual transaction size, the better cryptocurrency functions. But one should not 
forget that the transactions based on blockchain allow the low cost of verification and networking. 
Catalini and Gans (2016) argue that this is the main factor leading to new emerging marketplaces 
rather than something else. 
Some papers investigate cost of cryptocurrencies’ production and drivers of their price (in 
particular, Bitcoin as a major one). For example, Hayes (2016), based on cross panel data for 66 
coins, highlights such parameters as the mining difficulties, implemented crypto algorithm and the 
rate of unit production. But this point is arguable with regards to current cryptocurrencies’ market. 
As on financial market, the prices of coins change over time as supply and demand rise and go 
down. The more popular view is that units of production do not matter and there exist other factors 
affecting Bitcoin price such as the user base growth and word-of-mouth social interaction (Garcia 
et al. (2014)), or pure evaluation by market (Hanley (2013)). Xie (2017) looks from a different 
perspective. He investigates the influence of social media networks and user comments on Bitcoin 
returns and finds that prediction and posts by more active users with high ranks in the 
cryptonetwork are less accurate and noisier compared to users with lower ranks. The similar 
sentiment analysis is presented by Kaminski (2016), but he applies it to twitter posts. 
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The next direction of research on cryptocurrencies considers coins as financial instruments and 
studies their returns and volatility. But, as previously, the majority of papers analysis Bitcoin. The 
literature presents that Bitcoin market is much more volatile compared to stock market (Baek and 
Elbeck (2015)). Some authors present GARCH modelling (Chu et al. (2017), Paraskevi (2017)), 
suggest arbitrage strategies for Bitcoin trading (Kokes and Bejcek (2016)), others consider adding 
cryptocurrencies to investment portfolio as a good alternative to benefit from diversification 
(Elendner et al. (2016)). 
The volume of literature dedicated to Bitcoin is enormous and it explores broad directions.  In 
contrast, there is only a few of them investigating altcoins. The reason for that is the topic of 
blockchain technology and, particularly, cryptocurrency is young and the most significant papers 
have appeared during last 3-4 years. Also, altcoins are introduced quite recently and started to play 
the more important role since 2016-2017. While growing interactions between different 
cryptocurrencies reveal the necessity of new research, this gap is still not covered by a few numbers 
of related papers available. 
Elendner et al. (2016) partially discuss connectedness of coins although the main point of the paper 
is a comparison with financial assets. Based on cross-sectional data for 10 coins, authors present 
the low correlation between cryptocurrencies’ return. But, at the same time, they show stronger 
correlation during negative movements of the market. The similar tendency is observed by 
Caporale and Plastun (2018).  
Halaburda and Gandal (2016) examine competition between 7 coins. They distinguish three 
periods, where Bitcoin price was stable (in May–September 2013 and May – July 2014 it benefited 
from ‘winner-take-all effect’) and volatile (October 2013–April 2014 with reversed dynamics) and 
find out existing network effects between cryptocurrencies in the latter period. Firstly, authors 
explore correlations in daily closing prices and after they conduct Vector Autoregression analysis 
to see whether movements in the USD/BTC exchange rate ‘predict’ future changes in other digital 
currencies. But the size of used data is small, so results seem incomplete. In contrast, Ciaian et al. 
(2018) examine dependencies of 18 cryptocurrencies, using ARDL – Autoregressive Distributed 
Lag model. The particular interest of their paper is carried by a split of short- and long-run Bitcoin 
influence on altcoins. Their findings show that while analyzed coins are interdependent, short-run 
relationships are stronger that long-run ones. 
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2.2 Research on networks of financial markets 
 
Since many authors consider cryptocurrencies as financial assets (e.g., Kokes and Bejcek (2016), 
Lee et al. (2018), Elendner et al. (2017)), and there is not much literature investigating 
connectedness of cryptomarket, it is reasonable to look at selected methodologies used in articles 
on connectedness of financial market that can be applied for cryptocurrencies. 
The most commonly used approach to determine causal relationship in time series analysis 
(financial data is one of time series data types) is Granger causality test (Granger, 1969). It implies 
the following intuition: variable X changing over time Granger-causes variable Y (also changing 
over time) if prediction for Y based on past values of Y and X is better than prediction made using 
only past values of Y. 
In case of multivariate time series, Vector Autoregressive analysis is used to define the presence 
of Granger causality. Billio et al. (2012) use Granger causality test and Principal Component 
Analysis (PCA) to measure connectedness between banks, insurance companies, hedge funds and 
broker/dealers. With PCA they detect a degree of commonality between stock returns and with 
Granger causality they capture direction of pairwise connectedness among financial firms. Authors 
conduct linear and nonlinear Granger causality test. The last one allows capturing the higher-order 
effects (in this case, volatility, or riskiness of financial institutions). In addition, they provide 
network map of largest companies to show how they are interconnected and how connectedness 
increases during crisis periods. Overall, the aim of this paper is to predict systemic risk in the 
finance sector and authors say that this kind of a risk is influenced by increasing connectedness of 
participants.  
Granger causality is used also to present directed predictive relations between time series and 
contemporaneous undirected partial correlations in Barigozzi and Brownlees (2017). Their 
assumption on sparse inverse covariance matrix and implementation of LASSO (least absolute 
shrinkage and selection operator) method allow to estimate connectedness of ninety blue-chip 
stocks and improve forecasting. 
But VAR gives incomplete connectedness measures because of its construction – it ignores the 
covariance matrix of disturbances (Demirer et al. (2017)). That is why another approach would be 
more preferable. Diebold and Yilmaz (2014) propose to measure connections between time series 
using variance decomposition. Their approach allows to define the strength of connections, as well 
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as time-variation of connections and combines both network theory and time series analysis. 
Authors applied the model for biggest American financial firms’ data. But the obstacle of this 
model is a difficult application for high dimensional datasets. 
Demirer et al. (2017) develops an approach of variance decompositions for connectedness 
measurement and applies it for a higher dimensional network of 150 banks. Authors use LASSO 
method and depict static and dynamic network connectedness using full-sample and rolling-
window estimation respectively. As a result, they found increasing connectedness between banks 
during crisis. 
Another framework proposed by Barunik and Krehlik (2017) measures connectedness between 
financial time series using the spectral representation of variance decomposition. In contrast to 
Diebold and Yilmaz (2014) who focus on share of the forecast error variance of one series due to 
shock in another, Barunik and Krehlik examine how frequently responses to these shocks take 
place (i.e. spectrum of variance for a given frequency range) and apply the approach to measure 
systemic risk of the US financial firms. 
To sum up, the literature studies cryptocurrencies from different perspectives, but most of them 
investigate Bitcoin. The field of cryptocurrencies connectedness is not well discovered and 
research gap on networks of cryptocurrencies exists. On the other hand, there are several research 
on connectedness of financial markets. Since cryptocurrencies are considered as financial assets, 
the same methods can be applied for cryptomarket. 
As Chochan (2017) underlines: “given the recency of cryptocurrencies … the literature can be at 
best be described as emergent, and as an area of significant academic inquiry in the years to come”.   
 
3. Preliminary analysis of cryptocurrencies’ returns and volatility 
 
Before answering the research questions and starting to construct a network of cryptocurrencies, I 
conduct preliminary analysis to check if there are spillovers between cryptocurrencies’ returns and 
volatilities applying VAR and GARCH models respectively. If there are the spillovers, I could 
later proceed studying the network itself. 
 
13 
3.1 VAR and GARCH analysis background 
 
Linear dependencies among the returns of multiple time series are modeled by Vector 
Autoregression (VAR) which generalizes univariate AR models and allow two and more evolving 
variables.  
The VAR(p) model is defined as follows: 𝒀𝑡
	
= 𝑐 + 𝚷(𝒀)*(
	
+. . . +𝚷𝑝𝒀)*- + 𝜺𝑡 , 𝑡 = 1,…	, 𝑇  (1) 
where 𝒀𝑡 is a set of n endogenous variables 	𝑦(), … , 𝑦4), … , 𝑦5),  Π𝑖 is 𝑛×𝑛 coefficient matrix for 𝑖 = 1,… , 𝑝 and 𝜺𝑡 is n-dimensional process with 𝐸(𝜺𝑡) 	= 	0	and time invariant positive definite 
covariance matrix E(𝜺t𝜺Tt
	
) 	= 	Σ
	
(white noise).  
VAR can be modeled with different lag p. To choose the best model, its lag p should minimize 
model selection criteria, such as Akaike Information Criterion (AIC), Schwarz-Bayesian 
Information Criterion (BIC) or Hannan-Quinn Information Criterion (HQ).  
After VAR(p) has been estimated, diagnostic tests can be performed (tests for the absence of 
autocorrelation, heteroscedasticity or non-normality in the error process). Tests for 
heteroscedasticity are conducted with multivariate and univariate ARCH tests. Normality test uses 
the Jarque-Bera statistics (Bera and Jarque (1980)). Portmanteau test and Breusch-Godfrey LM 
are applied for testing the lack of serial correlation in the residuals6. 
Then, it is possible to investigate dynamic behavior of the model with impulse response functions 
and forecast error variance decomposition. They both are based on the Wold moving average 
decomposition for stable VAR(p)-processes which is defined as:  𝑌) = 𝜀) + Ψ(𝜀)*( + ΨE𝜀)*E + ⋯  (2) 
where ΨG = ΨG*HΠH-*(HI( 	𝑤𝑖𝑡ℎ	ΨL = 𝐼5	𝑎𝑛𝑑	ΠH = 0	𝑓𝑜𝑟	𝑗 > 𝑝. 
The impulse response (or dynamic multiplier) is the (i,j)-th element of the matrix ΨG:   𝜓VHG = WXY,Z[\W]^,Z = WXY,ZW]^,Z_\ , 𝑖, 𝑗 = 1,…	, 𝑛 (3) 
and is interpreted as the expected response of variable 𝑦V,)`G to a unit change in variable 𝑦H,). 
                                                
6 For more details, see Hamilton (1994). 
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Responses can be accumulated through time and one can see expected response of 𝑦V	at the time s 
caused to one unit change in 𝑦H. In addition, an alternative is to obtain orthogonal impulse 
responses when shocks are less likely to happen in isolation (i.e., there are contemporaneous 
correlations between the components of the error process 𝜀)).  
To compute them, first, residual covariance matrix Σ is decomposed to Σ = 𝑨𝑫𝑨′, where 𝑨 is 
lower triangle invertible matrix with ones as diagonal elements and 𝑫 is diagonal matrix with 
positive diagonal elements. Then, structural errors are represented as 𝜂) = 𝑨*(𝜀). Having 𝑣𝑎𝑟 𝜂) = 𝑨*𝟏𝚺𝑨*𝟏′ = 𝑨*𝟏𝑨𝑫𝑨h𝑨*𝟏′ = 𝑫, structural errors become orthogonal by 
construction and allow to represent Wold MA representation of VAR as  𝑌) = 𝐴*(𝜀) + Ψ(𝐴𝐴*(𝜀)*( + ΨE𝜀𝐴𝐴*()*E + ⋯ = 𝜇 + ΘL𝜂) + Θ(𝜂)*( + ΘE𝜂)*E + ⋯ (4)  
where ΘH = ΨH𝐴. 
The orthogonal impulse response to orthogonal shock 𝜂H)	are the (i,j)-th element of the matrix ΘG 𝜃VHG = WXY,Z[\Wm^,Z = WXY,ZWmZ^,Z_\ , 𝑖, 𝑗 = 1,…	, 𝑛, 𝑠 > 0 (5) 
What is important is that within standard VAR modeling, the different ordering of variables can 
produce different result (with n variables, there exist n! possible recursive orderings). 
The orthogonal impulse responses are the basis for the forecast error variance decomposition. If 
one divides the element-wise squared orthogonal impulse responses by the variance of the forecast 
error, the result is the portion of the forecast error in predicting 𝑦V,o`pwhich is due to the structural 
shock of variable 𝑦H, in other words, the contribution of the variable j’s shock to the h-step forecast 
error variance of variable i (in other words, to the mean squared forecast error of variable i). 
𝐹𝐸𝑉𝐷V,H ℎ = tu^v (wY\^ )vx_y\z{tuyv (wYy\ )vx_y\z{ `⋯`tu|v (wY|\ )vx_y\z{   (6) 
where 𝜎mHE = 𝑣𝑎𝑟(𝜂H)). 
Generalized autoregressive conditional heteroscedasticity (GARCH) modeling can be applied to 
study the interaction between volatility of cryptocurrencies. GARCH models analyze the variance 
of the error term in the following form, introduced by Bollerslev (1986): 𝜎)E = 𝜔 + 𝛼VVI( 𝜖E)*V + 𝛽V-VI( 𝜎E)*V  (7) 
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where 𝜎)E is conditional variance of the process 𝑦) = 𝑥)h𝑏 + 𝜖), p is the order of the GARCH 
component (𝜎)E), q is the order of the ARCH component (𝜖E)), 𝛼 and	𝛽  are model parameters, 𝜔 is the weighted long run variance. 
Univariate GARCH can be extended to multivariate GARCH that allows the dependences in co-
movements of many series. There is large number of different specification of multivariate 
GARCH models. They vary in assumptions on the distribution of error terms, conditional 
covariance matrix and trade-off between model complexity and dynamics. The richest models are 
fully parametrized, but it can be computationally expensive and unfeasible to apply them for more 
than 5 series.  
The baseline VEC GARCH (Bollerslev, Engle, Wooldridge (1988)) parametrizes all lagged 
conditional variances, covariances, squared returns and cross-products of returns, providing with 
large number of coefficients and no restriction on positive definiteness of conditional covariance 
matrix 𝐻). The last issue is solved in BEKK specification by its model structure (Baba, Engle, 
Kraft and Kroner (1990)). But BEKK requires many matrix inversions and its estimation requires 
heavy computations in case of more than 2 series. To ease the estimation process, conditional 
covariance matrix can be decomposed in such a way that univariate and multivariate dynamics are 
separated as it is in constant conditional correlation (CCC) GARCH (Bollerslev (1990)). CCC 
GARCH models the volatility of time series by squared innovations and their own lagged 
volatility, i.e. there are no interactions between volatilities of different series (only 
contemporaneous dependencies of conditional correlation). Extended version of CCC (ECCC) 
GARCH (Jeantheau (1998)) overcomes this issue. The vector of conditional volatilities is given 
by 𝒉) = ℎ(,), … , ℎ,) ′ = 𝝎 + 𝑨𝒊𝜺𝒕*𝒊𝟐𝒑𝒊I𝟏 + 𝑩𝒊𝒉𝒕*𝒊𝒒𝒊I𝟏   (8) 
where 𝝎 is 𝑁×1 vector, 𝜺𝒕𝟐 = (𝜀(,)E , … , 𝜀,)E )′, 𝑨𝒊 and 𝑩𝒊 are 𝑁×𝑁 matrices. When off-diagonal 
elements of 𝑨 and 𝑩	are equal to zero, model reduces to CCC GARCH specification. 
Conditional correlation matrix is constant over time and is defined as  𝑯𝒕 = 𝑫𝒕𝑹𝑫𝒕  (9) 
 
16 
where 𝑫𝒕 = 𝑑𝑖𝑎𝑔 ℎ(,), … , ℎ,) , 𝑅 is time-invariant positive definite correlation matrix, 𝑹 =[𝜌VH], where 𝜌VH = 1 𝑓𝑜𝑟	i = j and 𝜌VH < 1	𝑓𝑜𝑟	𝑖 ≠ 𝑗.  
If there exist spillovers between volatilities, off-diagonal coefficients of matrices 𝑨 and 𝑩 should 
be positive. To test this condition, Nakatani	 and Terasvirta propose a test of causality in 
conditional variance (Nakatani, Teräsvirta, 2009), where under H0 𝑨 and 𝑩 are jointly diagonal 
and alternative hypothesis states at least one non-zero off-diagonal elements of 𝑨 and 𝑩. 
 
3.2 Data and Empirical Results 
 
I apply VAR and GARCH for small dataset because at this stage it is just a general examination 
of cryptocurrencies’ spillovers and more detailed analysis of network will be provided in the next 
chapter. 
Data for analysis are obtained from platform https://www.cryptocompare.com/. It provides free 
API for getting historical prices and volume data for cryptocurrencies from multiple exchanges. It 
is possible to get daily, hourly and minute prices. As in literature (e.g., Ciaian et al. (2018), 
Halaburda and Gandal (2016)), I select the large players on the markets. To estimate VAR model, 
I choose TOP-23 cryptocurrencies based on 24 hours Sales Volume – major coins on 
cryptocurrencies’ market (First 23 coins in Table of Appendix 1).   
API allows to get open, high, low, close prices from many exchanges converted to different 
currencies (fiat as well). I use close prices of CryptoCompare Current Aggregate Index and obtain 
different datasets for analysis: 
• Daily prices from 01.08.2017 to 18.01.2018 (171 observations),  
• Hourly prices from 27.10.2017 to 18.01.2018 (2000 observations), 
• 5-min prices from 17.01.2018 12:25 to 18.01.2018 21:45 (400 observations), 
• Minute prices from 17.01.2018 11:46 to 18.01.2018  21:06 (2000 observations). 
Prices of cryptocurrencies are crawled in USD. Descriptive statistics are presented in Appendix 2. 
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3.2.1 Returns of cryptocurrencies 
Prices of coins are financial data and as with financial time series, they are unit root processes. 
Preliminary analysis (using Augmented Dickey-Fuller test for unit root) showed that time series 
data for cryptocurrencies’ prices are not stationary. That is why all data is transformed to 
continuously compounded returns 𝑟) = 𝑝) −	𝑝)*( = 𝑙𝑜𝑔𝑃) − 𝑙𝑜𝑔𝑃)*(, where 𝑃) is close price7. 
Figures 2 and 3 present daily, and hourly returns for selected coins respectively. 
 
Figure 2 – Daily returns for major cryptocurrencies (August 2017 – May 2018) 
 
Figure 3 – Hourly returns for major cryptocurrencies (August 2017 – March 2018) 
                                                
7 Data are not seasonally adjusted (one of the reason is that not enough data for cryptocurrencies are available to 
study effects of seasonality (Haferkorn and Quintana (2015)). 
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Daily Data 
I start VAR analysis with daily data. Based on minimized AIC, the best lag for VAR is 5, but 
considering its low degrees of freedom (48 compared to 144 for lag 1) and similar value of lag 1 
coefficients in both models, I choose VAR(1) for analysis (AIC	(lag	1) = 	−1.139 is greater only 
by 0.07 than AIC(lag 5)	= 	−1.209). Results of estimated model are provided in Appendix 3. 
What it can be observed is that lag 1 of Bitcoin price return is positively affected by other price 
returns (looking at statistically significant coefficients8). Ethereum has the positive lagged 
influence on BitcoinCash, negative on Veritaseum. Ripple negatively affects returns of other coins 
on average (Digital Cash, Ethereum Classic, ZeroCash, Siacoin). 
Graphical analysis of residuals (diagram of fit and residuals, Normal Q-Q plot (as an example, 
Figures 4 and 59), the autocorrelation of residuals suggests that most of them could be normally 
distributed. 
 
Figure 4 – Example of graphical analysis of NEM residuals for VAR(1) daily model 
                                                
8 Hereinafter, explanations are given for statistically significant coefficients at least at confidence level 90%. 
9	More graphs can be found at https://github.com/LizaLebedeva/cryptocurrencies-research (they are omitted here due 
to lack of space). 
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Figure 5 – Q-Q plot of standardized residuals for NEM series of VAR(1) daily model 
Diagnostics tests present small p-value for ARCH test, Jarque–Bera test and show that multivariate 
time series is heteroskedastic, errors are not normally distributed. Also, Portmanteau Test for the 
lack of serial correlation in the residuals of a VAR has p-value = 0.0309. So, H0 of no serial 
correlation in the residuals is rejected on 5% significance level, but not at 1% significance level. 
Hourly Data 
Now let’s look at VAR model for hourly data. I choose lag 2 for VAR model as it gives smallest 
AIC (-168.63). Results (Appendix 4) tell the following: 
• Looking at lag 1: returns of Bitcoin, Lisk, BitShares have negative effect on returns of other 
cryptocurrencies on average, Ethereum has positive significant effect on Litecoin, Dash, Zcash, 
OmiseGO; 
• As for lag 2: coefficients of Ethereum are negative in the equations for Bitcoin, Litecoin, NEM, 
Stellar, Iota, Monero, Lisk, Zcashs, Bitecoin, BitShares. Coefficients for Bitcoin are smaller and 
statistically significant in less number of equations. Among others, I would note VeChain with its 
negative effect on Ethereum, BitcoinCash, Litecoin, NEM, Stellar. 
But graphical analysis of residuals shows that errors are correlated and probably not normally 
distributed (e.g., Q-Q plot of residuals has S-shape for most of the coins, rather than linear form. 
Multivariate LM ARCH, Jarque–Bera and Portmanteau test statistics used for model diagnostics 
are large, that confirm residuals are heteroskedastic, not normally distributed and correlated. 
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5 minutes data 
Results of VAR model for 5 min data are presented in Appendix 5. I choose lag 2 because AIC is 
almost the same – for lag 1 (-219.853) and lag 2 (-219.16), but adjusted R2 is higher for equations 
in VAR(2) and it is rational to assume more lags within high frequency data. The main things to 
notice are: 
• While lag 1 of Bitcoin return has a positive effect on the return of other coins (statistically 
significant for Stellar, Monero, EthereumClassic, VeChain and EOS), lag 2 influences in opposite 
direction; 
• Lag 1 and lag 2 of Ethereum are statistically significant only in Digital Cash equation (positive 
effect); 
• Both lags of NEM provide negative influence on coins; 
• Litecoin and Stellar lag 1 coefficients show negative effect on Bitcoin, BitcoinCash, Iota, 
Monero; 
• Lag 1 of BitcoinCash return is not statistically significant in equations, but lag 2 has the 
negative significant coefficient in Bitcoin, Ethereum, Ripple, Litecoin, Stellar, Monero, Bytecoin, 
BitShares equations. 
Regarding model diagnostics, graphical analysis of residuals suggests some autocorrelation. 
According to ARCH test, H0 of homoscedastic time series is not rejected. But Jarque–Bera and 
Portmanteau tests suggest that errors are not normally distributed and serially correlated10. 
I also estimate VAR model for minute data: it reflects the same results as for 5 minutes model. 
Since 5 min data consists of 5 times less number of observations, but provides with the same 
results, this specification should be enough to capture relations between cryptocurrencies for high-
frequency periods. 
All in all, analysis shows that there are spillovers between cryptocurrencies’ returns. 
 
 
                                                
10 Diagnostics tests for presented models suggest that there may present omitted variables (it can be some external 
information that influences market, market regulations induced by Governments, blogs/posts/twits by users. At this 
stage, I check the presence of spillovers and look at VAR coefficients, rather than on the impulse response functions, 
to distortions in which the omitted variable bias leads. 
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3.2.2 Volatility of cryptocurrencies 
To check if there are interactions between volatilities of cryptocurrencies I use Extended Constant 
Conditional Correlation (ECCC) GARCH(1,1) model applied for the return of coins. GARCH and 
ARCH components both are set to 1 based on Chu et al. (2017) (also it is driven by the amount of 
available data). 
I analyze two datasets: 
• Daily return for 10 coins (from January, 31 2016 to May, 1 2018 – 811 observations). The 
choice of 10 coins (Bitcoin, Ethereum, Ripple, Litecoin, Monero,DigitalCash, Siacoin, Verge, 
Bitshares, Dogecoin) is explained by the fact that only these 10 coins have enough daily data for 
ECCC-GARCH. Other coins have historical data less than one year. 
• Hourly return for 23 coins (from October, 27 2017 to January, 18 2018 (2000 observations)) – 
the same as in the previous subsection. 
The test of causality in conditional variance (Nakatani	 and Terasvirta (2009)) applied both for 
daily and hourly data suggests that at least one of non-diagonal elements of matrices A and B in 
the conditional volatility equation is non-zero. Applied test of stationarity (He and Terasvirta 
(2004)) shows that ECCC-GARCH process is stationary (applied both for daily and hourly 
specifications). 
The main point of interest in ECCC-GARCH model for my analysis is matrix B. Its non-zero off-
diagonal element bij would say that volatility of i series affects volatility of j series. The B matrix 
of ECCC-GARCH model for daily data is presented in Appendix 6A. It shows that there are 
spillovers between volatilities of Bitcoin and DigitalCash, Ethereum and Siacoin, Monero and 
Siacoin, DigitalCash and Monero, etc. Appendix 6B presents B matrix of ECCC-GARCH model 
for hourly data, that consist of relatively more interaction between coins. For example, it exhibits 
spillovers between volatility of: Ethereum and Monero; Stellar and Litecoin; Miota and Monero, 
BitShares, Bitcoin and Siacoin, ZeroCash, etc.  
To sum up the pre-analysis, there are spillovers between returns and volatilities of cryptocurrencies 
and I can proceed with modeling their connectedness.  
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4. Variance decomposition, connectedness measures and network theory 
 
Following Diebold and Yilmaz (2014), I choose variance decomposition method to measure 
connectedness between cryptocurrencies. As it was mentioned earlier, variance decomposition 
allows answering a question: what is the contribution of variable j’s shock to the h-step forecast 
error variance of variable i. Variance decomposition is based on VAR modeling and identified as: 
 𝑑VH§¨ = t^_^y (©Yª«x¬©^)v­_yxz{(©Yª«x¬«xª ©Y)v­_yxz{  (10) 
where ej is a selection vector with j-th element unity and zeros elsewhere, Θh is the coefficient 
matrix multiplying the h-lagged shock vector in the infinite moving-average representation of the 
non-orthogonalized VAR, Σ is the covariance matrix of the shock vector in the non-orthogonalized 
VAR, and σjj is the j-th diagonal element of Σ. All N*N dgH elements constitute H-step generalized 
variance decomposition matrix DgH that has the form as in Table 1. 
Table 1 – Schematic representation of variance decomposition matrix (Diebold and Yilmaz (2014)). 
 𝒙𝟏 𝒙𝟐 ⋯ 𝒙𝑵 From others 𝒙𝟏 𝑑((§¨ 𝑑(E§¨ ⋯ 𝑑(§¨ 𝑑(H§¨,HI( 𝑖 ≠ 1 𝒙𝟐 𝑑E(§¨ 𝑑EE§¨ ⋯ 𝑑E§¨ 𝑑EH§¨,HI( 𝑖 ≠ 2 
      ⋮ ⋮ ⋮ ⋱ ⋮ ⋮ 
      𝒙𝑵 𝑑(§¨ 𝑑E§¨ ⋯ 𝑑§¨ 𝑑H§¨,HI( 𝑖 ≠ 𝑁 
To 
others 𝑑V(§¨,VI( 𝑖 ≠ 1 𝑑VE§¨,VI( 𝑖≠ 2 ⋯ 𝑑V§¨,
VI( 𝑖≠ 𝑁 1𝑁 𝑑(H§¨,V,HI( 𝑖 ≠ 𝑗 
In terms of network theory, Diebold and Yilmaz define dgH as pairwise directional connectedness 
from j to i and denote as 𝐶V←H¨ . Obviously, 𝐶V←H¨ ≠ 𝐶H←V¨ .  
Based on variance decomposition matrix, it is possible to calculate total directional connectedness. 
Taking its off-diagonal elements, row and column sums show “from” and “to” total directional 
connectedness measures respectively. Thus, total directional connectedness from others to i is 𝐶V←⋆¨ = 𝑑VH§¨HI(,HµV  (11) 
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and total directional connectedness from j to others is 𝐶∗←H¨ = 𝑑VH§¨VI(,HµV   (12) 
And finally, total directional connectedness is defined as  𝐶¨ = ( 𝑑VH§¨V,HI(,HµV  (13) 
Thus, based on these measures, Diebold and Yilmaz (2014) define variance decomposition tables 
as weighted directed networks by analogy with network adjacency matrices that describe 
connectedness among components. Moreover, they define the directional connectedness from j to 
others and from others to i as from-degrees and to-degrees respectively (or alternatively “out-
degrees” and “in-degrees”) and total directional connectedness 𝐶¨ as mean network degree. 
Before analyzing network, one chooses the set of variable, the horizon for variance decomposition 
prediction and approximating model for variable dynamics (using vector autoregression). 
In the framework of Diebold and Yilmaz, I identify the object, the choice and the frequency for 
my set of variables – cryptocurrencies.  
• The object: return, volatility, 
• Choice: list of major cryptocurrencies (Appendix 1), 
• Frequency: hourly, daily. 
Selecting different horizon H, one can examine short- or long-run connectedness measure. 
Literature underlines, that connectedness measurements are not robust to the choice of H, and there 
exists no reason to assume that. 
But one should be careful with VAR identification. With Cholesky-factor VAR identifications 
(Sims (1980)), ordering of variables influences the results. To solve this problem, there are several 
possible ways. The first is to conduct robustness checks for Cholesky factorization VAR by 
computing variance decomposition for various variables’ permutations (as done in Diebold and 
Yilmaz (2009)). But Klossner and Wagner (2013) argue that such approach doesn’t give a precise 
estimation and propose a new algorithm of divide-and-conquer strategy for fast calculation of all 
possible remunerations of variable in a model. In addition, Diebold and Yilmaz (2014) propose 
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instead to apply the generalized variance decomposition (GVD) framework of Koop et al. (1996) 
and Pesaran and Shin (1998) that gives variance decompositions invariant to ordering.  
Another important point is high dimensionality of chosen data set. Following Diebold and Yilmaz 
(2017), I use Least absolute shrinkage and selection operator (LASSO) – the regularization applied 
for OLS methods which penalizes vector of coefficients and select ‘most important’, high-
weighted coefficients shrinking the number of parameters in a model. In particular, the method is 
useful when the number of parameters exceed the number of observations in dataset (Tibshirani, 
1996).  
While standard OLS estimates  𝛽 = 𝑎𝑟𝑔min¹ 𝑦) − 𝛽V𝑥V)V E,o)I( 	 (14) 
LASSO transforms it to 𝛽 = 𝑎𝑟𝑔min¹ 𝑦) − 𝛽V𝑥V)V E + 𝜆 𝛽V »VI(o)I(   (15)  
where q = 111. With LASSO, VAR model becomes sparser, but it doesn’t imply sparsity for 
variance decomposition. 
Dynamical connectedness measures can be obtained with rolling window estimation: its idea is 
that model is estimated at each time point using a subset of the most recent observations – window; 
this window is swiped through the whole data producing 𝑛 − 𝑤 models (where 𝑛 is the length of 
data and 𝑤 is the window size), for each model connectedness measures are calculated. 
Return of cryptocurrencies are obtained as in previous part: 𝑟) = 𝑝) −	𝑝)*( = 𝑙𝑜𝑔𝑃) − 𝑙𝑜𝑔𝑃)*(, 
where 𝑃) is close price. 
Volatility cannot be calculated directly and should be estimated. I use approach as in Garman and 
Klass (1980). They propose the best analytic scale-invariant estimator for volatility: 𝜎V)E = 0.511(𝑙𝑜𝑔𝐻V) − 𝑙𝑜𝑔𝐿V))E− 0.019 𝑙𝑜𝑔𝐶V) − 𝑙𝑜𝑔𝑂V) 𝑙𝑜𝑔𝐻V) + 𝑙𝑜𝑔𝐿V) − 2𝑙𝑜𝑔𝑂V)− 2 𝑙𝑜𝑔𝐻V) − 𝑙𝑜𝑔𝑂V) 𝑙𝑜𝑔𝐿V) − 𝑙𝑜𝑔𝑂V) − 0.383(𝑙𝑜𝑔𝐶V) − 𝑙𝑜𝑔𝑂V))E 
                                                
11 Value of 𝜆 is selected by 10-fold cross-validation 
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where 𝐻V), 𝐿V), 𝑂V), 𝐶V) are high, low, open, close prices of series i at time t respectively. In addition, 
I convert it to log volatility because volatility is asymmetrically distributed and log transformation 
induces normality required by generalized variance decomposition (Koop et al., 1996; Pesaran and 
Shin, 1998). 
I use Gephi software12 for network visualization and apply ForceAtlas2 algorithm (Jacomy et al. 
(2014)) to define nodes location (it finds a steady state where attracting and repealing forces of 
different nodes are balanced). 
 
5. Empirical results 
This section provides with results of cryptocurrencies’ network analysis. I use different periodicity 
and time periods to compare how the connectedness of network is influenced by different settings. 
The data are obtained from cryptocompare.com as previously. Summary Statistics is presented in 
Appendix 2. The following datasets are used: 
• Daily prices from 01.08.2017 to 01.05.2018, converted later to daily return and volatility (273 
observations); 
• Hourly prices, converted to hourly return: 
o From 15.09.2017 12:00 to 31.12.2017 22:00 (2554 observations), 
o From 01.01.2018 00:00 to 30.03.2018 16:00 (2128 observations). 
Identification model for variance decomposition is GVD VAR(1) with LASSO at horizon H=10.13  
 
5.1 Analysis of daily data 
 
I start analyzing daily data varying number of cryptocurrencies. Most of the cryptocurrencies 
become more popular in the second half of 2017, that is why historical prices are available for 
short period of time. Estimating VAR with LASSO helps to tackle the problem of small size of 
high-dimensional data (it selects the most important coefficients setting irrelevant ones to zero). 
                                                
12 https://gephi.org/  
13 As robustness assessment, models with lag 2,3,4 and horizon 5, 15, 20 were estimated, but the result showed that 
total connectedness is robust to the choice of VAR order and forecast horizon. 
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First, I model network of 23 major coins (they are the same as in Section 3). Total connectedness 
of return of 23 coins is very high – 80.0514. During this period – August 2017-May 2018 – the 
highest directional connectedness to other coins are observed from Ethereum, ZCash, Ethereum 
Classic. Bitcoin, Litecoin, Iota have middle values of ‘from’ connectedness, and Veritaseum, 
Verge, Vechain are less connected compared to others. It is clearly seen in Figure 6a, where 
Veritaseum is disconnected from others. 
                     
a - daily returns     b – daily volatility 
Figure 6 – Network of 23 cryptocurrencies, August 2017 – May 201815 
Total connectedness (Figure 7) significantly increased during last 4 months. At the beginning of 
December, it was around 65, but in March it jumped to the level of 90.  
Dynamics of network shows increasing connectedness of Bitcoin, BitcoinCash, DigitalCash, while 
Ethereum, ZeroCash, Ethereum Classic, Monero became less connected (Figure 8). 
                                                
14 Appendix 7 presents the connectedness tables for different specification of network for 23 coins. Connectedness 
tables for bigger networks are not shown due to their large size. 
15 Network with filtered edges for better visualization – pairwise connectedness greater 0.04. Hereinafter, the higher 
connectedness is related to more intensive color of arrow. 
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Figure 7 – Total connectedness of 23 and 40 cryptocurrencies’ daily return networks, August 
2017 - May 2017, rolling window estimation16 
 
Figure 8 – Net Connectedness for selected coins, network of 23 cryptocurrencies’ daily return, 
August 2017 - May, 2018, rolling window estimation  
                                                
16 For daily data, rolling window is set to 80. 
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Compared to return, models for volatilities (the same coins and the same period) of 
cryptocurrencies gives less connected network with total connectedness 75.36 (Appendix 7). 
Again, Ethereum, followed by Monero has the highest connectedness. Now, Bitcoin has stronger 
connectedness, Veritaseum, Verge, VeChain are the less connected coins as in return network 
(Figure 6b). 
Dynamic connectedness of volatilities has the same trend as connectedness of returns (Figure 9), 
but slightly different slope. Even though volatilities connectedness is about 60-65 during beginning 
of December (less than return connectedness), both types are almost at the same level at the end 
of February-beginning of March.  
Looking at volatilities connectedness of particular coins, its values are different to what is observed 
in return connectedness network. ‘From’ others connectedness increases for all coins, while ‘to’ 
others connectedness diminishes for Bitcoin, Monero, Bitshares, and increases for Iota, 
DigitalCash, Stellar (these three coins became more connected (Figure 10)). 
  
Figure 9 – Total connectedness of 23 and 40 cryptocurrencies’ daily volatility networks, August 
2017 - May 2017, rolling window estimation 
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Figure 10 – Net Connectedness of selected coins, network of 23 cryptocurrencies’ daily 
volatility, August 2017 - May, 2018, rolling window estimation 
Then, I increase the number of cryptocurrencies in analyzed network for the same period of time 
(take 40 major coins that has historical data more than 240 days). Total network connectedness of 
return is also high, as with 23 coins, – 88.27. The more connected coins are Ethereum, OmiseGo, 
Monero, ZeroCash (Figure 11a), followed by Ark, EthereumClassic, and less connected – Status 
Network Token (SNT), DigiByte and Verge. One important aspect is that half of the coins have 
negative net connectedness, meaning that connectedness ‘to others’ are less than connectedness 
‘from others’. 
Dynamic connectedness reflects the same tendency as the network of 23 coins (Figure 7): it starts 
at level 80 in November, then decreases to level 70 at the beginning of December and later exceeds 
90 in February-April.  
Analysis of net spillovers for cryptocurrencies (Figure 12) shows that there is no common pattern 
for all coins: whereas some coins become more connected (as Bitcoin, BitcoinCash, EOS, 
DigitalCash), net connectedness for others decreases (Ethereum, Litecoin, Lisk, NEM). But ‘from 
others’ connectedness (Figure 13) mostly follows the same increasing trajectory after declining in 
December. Therefore, the difference comes from ‘to others’ measurement. It shows that during 
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market ‘up’ and market ‘down’ period of time, different coins have higher influence on others. 
Thus, depending on the market situation, investors should consider this fact and modify portfolio. 
   
a - daily returns     b – daily volatility 
Figure 11 – Network of 40 cryptocurrencies, August 2017 – May 201817 
 
Figure 12 – Net Connectedness of selected coins, network of 40 cryptocurrencies’ daily return, 
August 2017 - May, 2018, rolling window estimation 
                                                
17 Network with filtered edges – pairwise connectedness greater 0.03. 
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Figure 13 – From Connectedness of selected coins, network of 40 cryptocurrencies’ daily return, 
August 2017 - May, 2018, rolling window estimation 
Total connectedness of volatility network (40 coins) is 76.86 with most connected Ethereum, 
OmiseGo, Monero, Ripple, followed by NEO, Bitcoin, and less connected Private Instant Verified 
Transaction, Status, Veritaseum (Figure 11b). As in the return network, half of the coins have 
negative net connectedness. 
Dynamic connectedness (Figure 9) of 40 coins’ volatility network is similar to the network of 23 
coins: it has small decrease in the end of November, but then goes up to more than 80 in March (it 
starts growing earlier that return connectedness does). 
As for connectedness of individual coins, ‘from others’ measure increases from the end of 
December, while dynamics of net connectedness varies across different coins (Figure 14). Bitcoin 
becomes less connected in the network, as Siacoin, Monero (because of decreased ‘to others’ 
connectedness). But Lisk, ZeroCash, Stellar, Litecoin have higher net connectedness at the end of 
analyzed period. 
I don’t increase the number of coins in network for daily data, since it would be small amount of 
available data, not enough for analysis. 
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Figure 14 – Net Connectedness of selected coins, network of 40 cryptocurrencies’ daily 
volatility, August 2017 - April, 2018, rolling window estimation 
Summarizing analysis of daily data: 
• Connectedness of return is higher than connectedness of volatility; 
• Networks of 23 and 40 coins are similar to each other in terms of connectedness measure and 
strongest/weakest coins; 
• During growing market period (November-December), connectedness is less compared to 
decreasing period (January-March); 
• Bitcoin is not the most connected node in the network. The most connected coins in terms of 
daily return are Ethereum, ZeroCash, in terms of daily volatility – Ethereum, OmiseGo, Monero. 
The less connected nodes are VeChain, Veritaseum, Verge and Ripple. One would expect that the 
larger coin is (it terms of market share, market capitalization, popularity), the higher it should be 
connected within the network. But result shows that TOP-10 cryptocurrencies (Ripple, EOS, 
VeChain) have less connectedness. This fact will be discussed in Section 6. 
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5.2 Analysis of hourly data 
 
As the next step, I analyze networks of hourly return of 23, 40 and 90 coins. I divided data into 2 
periods to compare results during different market situation: 
1. October – December 2017 – ‘hype’ period, most of coins’ prices increased; 
2. January – March 2018 – shock period, most of coins’ prices dropped. 
1. October – December 2017 
Analyzing networks for more stable period of time October – December 2017, results show smaller 
total connectedness 64.68. In that period of time the more connected coins are Ethereum, Monero 
followed by Bitcoin and Ethereum Classic (Figure 15a). The network is less connected and more 
coins have negative net connectedness (15 out of 23).  
   
a – 23 coins      b – 40 coins 
 
c – 90 coins 
Figure 15 – Network of cryptocurrencies hourly returns, October – December 201718 
                                                
18 Network with filtered edges – pairwise connectedness greater 0.04 for 23 coins, 0.035 for 40 coins, 0.017 for 90 
coins. 
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Dynamics of the network (Figure 16) varies during time. Starting at level 45 in the end of October, 
it has an overall increasing trend, but with three falls: start and end of November, middle of 
December. It can be related to the fluctuation of Bitcoin price that attracted high public attention. 
On the 13th November, its price reverted back to 5800$ after being 7500$ (lost 23% within a week). 
On the 28th November, it broke an important boundary of 10 000$, and on the 17th December, it 
reached maximum historical price (19800$). 
During October-December, net connectedness for some coins goes down (Lisk, Verge, VeChain): 
they are least connected in the network till the end of December (close to zero ‘to’ and ‘from’ 
connectedness) when their ‘from others’ connectedness quickly increases (Figure 17). 
 
Figure 16 – Total connectedness of 23 and 40 cryptocurrencies’ hourly return networks, October 
– December 2017, rolling window estimation 
With 40 coins in return network, total connectedness increases – to 69.4, but again: Ethereum and 
Monero are the most connected compared to others (Figure 15b) and dynamics follow a similar 
trend (Figure 16). 
Dynamic connectedness of individual coins is similar to what is observed in 23 coins network. 
Their ‘From others’ connectedness resembles total connectedness of network (Figure 18) – overall 
increasing trend with three cavities, except for Verge, Lisk, Veritaseum, Stratis – their total 
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connectedness starts to increase only in the end of December. ‘To others’ connectedness increases 
for Iot, Eos, OmiseGo. 
 
Figure 17 – Net Connectedness for selected coins, network of 23 cryptocurrencies’ hourly return, 
October – December 2017, rolling window estimation 
 
Figure 18 – From Connectedness for selected coins, network of 40 cryptocurrencies’ hourly 
return, October – December 2017, rolling window estimation 
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Hourly data allows to analyze more coins in a network. Return network of 90 coins has higher 
total connectedness - 72.12. The 5 most connected coins are the same, but their order slightly 
changed: the most connected is Bitcoin, followed by Ethereum (almost the same value of 
connectedness as for Bitcoin), Monero, Ethereum Classic and OmiseGo (Figure 15c). 
2. January – March 2018 
Starting with the small network, results show that total connectedness of return network is 85.15 
and more connected coins are Bitcoin, Ethereum, Monero, Litecoin, the less connected coins are 
Veritaseum and Lisk (Figure 19a).  
   
a – 23 coins      b – 40 coins 
 
c – 90 coins 
Figure 19 – Network of cryptocurrencies’ hourly returns, January – March 201819 
                                                
19 Network with filtered edges – pairwise connectedness greater 0.04 for 23 coins, 0.035 for 40 coins, 0.0175 for 90 
coins. 
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Dynamic connectedness (Figure 20) shows a big jump in January. It is related to large fall in the 
cryptocurrencies market. It is similar to what occurred in September 2017: now South Korea, 
following the example of China, announced possible bans of cryptocurrencies trading on January, 
1620. During this shock, Bitcoin and Ethereum as major cryptocurrencies lost about 20% and 30% 
of its value respectively, as well as other coins, thus increasing connectedness of network. During 
February, connectedness remains at level 85-90 and after slight decrease to 80 it comes back to 86 
to the end of March. 
Decrease at the end February – beginning of March can be explained by recovery of the market 
after fall in January. With growing market, connectedness of return network becomes lower. 
   
Figure 20 – Total connectedness of 23, 40 and 90 cryptocurrencies’ hourly return networks, 
January – March 2018, rolling window estimation21 
‘From others’ connectedness for individual coins follow the same trend: high spike in January. As 
for net connectedness (Figure 21), there are coins that exhibit evident decreasing tendency of 
connectedness measure, such as DigitalCash, Iota, Bitecoin. 
With larger number of coins in the network (40), total connectedness of return network for the 
same period is slightly less – 87.2 (Figure 19b) and its dynamics follow the similar tendency as 
with network of 23 coins, the same is hold for dynamical connectedness of individual coins (Figure 
                                                
20 http://fortune.com/2018/01/24/south-korea-bitcoin-privacy-fines/  
21 For hourly data spillover window is set to 300. 
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22). In the network of 40 coin, there more cryptocurrencies with negative net connectedness at the 
end of period (DigitalCash, Verge, Waves, NEM, etc.). But some coins increase their ‘to others’ 
connectedness, such as Status, DigiByte, Ardor. 
 
Figure 21 – Net Connectedness for selected coins, network of 23 cryptocurrencies’ hourly return, 
January – March 2018, rolling window estimation 
 
Figure 22 – Net Connectedness for selected coins, network of 40 cryptocurrencies’ hourly return, 
January – March 2018, rolling window estimation 
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Network of 90 coins’ return have slightly higher connectedness – 89.8 (Figure 19c), but the same 
coins have the highest connectedness measure (Bitcoin, Ethereum, Stratis, Monero, OmiseGo, 
DigitalCahs, NEO). Dynamics show the same path as with network of 23 and 40 coins, but 2-3 
points higher (Figure 20). 
Compared to 23 coins’ network, with larger number of coins, net connectedness of Bitcoin (Figure 
23) is smaller in the end January and has one spike only in March. 
 
Figure 23 – Net Connectedness for selected coins, network of 90 cryptocurrencies’ hourly return, 
January – March 2018, rolling window estimation 
Summarizing analysis of networks of hourly return: 
• The more coins are added to the network, the higher is connectedness, but the same coins 
remain the most connected regardless number of nodes; 
• Ethereum, Monero and Bitcoin were most connected during October-December 2017 and 
January – March 2018;  
• As in daily network, with hourly specification there are coins from TOP-10 that have small 
connectedness: during October-December – Ripple, EOS, Stellar, VeChain, BitcoinCash, but 
during shock period their connectedness significantly increase.  
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• Connectedness during period with negative shocks on the market increases compared to time 
of market ‘up’. This tendency is related to financial literature, e.g. Diebold and Yimaz (2014) 
where connectedness measure for the stock market in the USA jumped during financial crisis 2008, 
Anufriev and Panchenko (2015), that demonstrate an increase in the network effect between 
Australian banks during post-2008 period, Eratalay and Vladimirov (2017) which presents the rise 
of interconnectedness between major Russian firms during financial distress in 2014. 
 
6. Conclusions 
This paper analyzes the network of cryptocurrencies using variance decomposition method 
combined with generalized VAR and LASSO to deal with high dimensionality of data. The results 
present the static connectedness measurements using full sample estimation during different 
periods, as well as dynamics of network using rolling window estimation. Varying object for 
connectedness measure (return, volatility), periodicity of data (hourly, daily), number of nodes in 
the network, results can differ across specifications. Connectedness of daily return exhibits higher 
level than connectedness of daily volatility, but within daily specification, networks of 23 and 40 
major coins are similar to each other in terms of connectedness measure and strongest/weakest 
coins. Within hourly periodicity, adding more coins (23, 40, 90) increases connectedness of 
network, but the proportion of net-‘receiver’ nodes increases as well. During growing market 
period both with hourly and daily data, connectedness is less compared to ‘down’ period – market 
shocks make the network almost fully connected. The last fact is related to the literature on 
cryptocurrencies (Elendner et al. (2016), Ciaian et al. (2018)), as well as to financial literature 
(Baruník et al. (2017), Demirer et al. (2017)).  
Answering the first research questions (How strong is connectedness of cryptocurrencies’ market? 
How does connectedness change over time?), results conclude that there exist spillovers between 
different coins and the network of cryptocurrencies has high connectedness which increases more 
during negative market periods. 
The next research questions (What are the most influential coins? What coins are less affected by 
market shocks?) found the following answers. Albeit Bitcoin is the most popular cryptocurrency, 
it is not the most connected node in the network. The most connected coins in terms of daily return 
are Ethereum, ZeroCash, in terms of daily volatility – Ethereum, OmiseGo, Monero. With hourly 
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return, during growing market period Ethereum and Monero connectedness exceed connectedness 
of Bitcoin, only during shock they switch places. 
Analysis of different networks shows that there are coins with large market capitalization and large 
daily trading volume but small connectedness and vice versa. For example, such popular 
cryptocurrencies as Ripple, Eos, Iota are less connected coins in the network, while TenX, AdEx, 
Vertcoin, Monaco (their ranks are >80) have much higher connectedness measure. Another insight 
is that there are coins with positive average return (for period January – March when the whole 
market goes down) and small connectedness: DigixDao, Aeternity, Binance Coin. Less 
connectedness means that they receive less net influence from others coins in the network and 
changes in other coins should not affect such cryptocurrencies a lot. The importance of the findings 
is such that this information is of particular interest for hedge investments to reduce risk within the 
portfolio. 
One limitation of this paper is the fact that cryptocurrencies’ market is young and there is not much 
data for some coins. As time goes by, more historical information will be available for deeper 
study. In addition, future research can supplement the cryptocurrencies network analysis by 
including market capitalization of coins, the similarity of underlying technologies, or sentiment 
analysis of blogs, twits, etc. 
Working on this paper, I prepare framework22 that allows to analyze cryptocurrencies market data 
and identify stronger/weaker connected coins in the network. Within the paper, I concentrate more 
on general analysis of the network. But this tool also can be used by investors who would like to 
get more insights into particular cryptocurrency of their interest and support or disprove the 
investment decision. 
  
                                                
22 Available at https://github.com/LizaLebedeva/cryptocurrencies-research  
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Appendix 1. List of cryptocurrencies23   
N Coin Symbol Market Cap, mln 
# days 
existing 
1 Bitcoin BTC 151,426 3,387 
2 Ethereum ETH 61,115.71 990 
3 Ripple XRP 34,296.10 1,188 
4 Bitcoin Cash BCH 19,930.65 265 
5 EOS EOS 9,414.48 298 
6 Litecoin LTC 8,354.31 1,642 
7 Stellar XLM 6,984.71 461 
8 IOTA IOT 5,754.04 314 
9 Monero XMR 4,089.28 1,180 
10 Dash DASH 3,656.82 1,535 
11 NEM XEM 3,487.53 325 
12 VeChain VEN 2,018.87 1,644 
13 Ethereum Classic ETC 1,943.08 635 
14 OmiseGO OMG 1,579.32 283 
15 Lisk LSK 1,229.89 425 
16 Zcash ZEC 1,029.76 542 
17 Verge XVG 1,019.35 803 
18 Bytecoin BCN 887.40 325 
19 BitShares BTS 692.66 1,183 
20 Siacoin SC 646.28 972 
21 Dogecoin DOGE 623.48 1,542 
22 Stratis STRAT 566.93 620 
23 Veritaseum VERI 233.87 319 
24 NEO NEO 4,871.09 261 
25 Binance Coin BNB 1,477.33 252 
26 Bytom BTM 878.88 306 
27 Steem STEEM 778.26 736 
28 DigixDAO DGD 591.77 1,180 
29 Status SNT 526.21 298 
30 Waves WAVES 519.07 262 
31 Aeternity AE 486.69 328 
32 Decred DCR 470.05 961 
33 Augur REP 425.64 566 
34 Komodo KMD 411.97 444 
35 Ardor ARDR 372.33 557 
36 DigiByte DGB 342.85 736 
37 Ark ARK 320.34 397 
38 PIVX PIVX 307.96 356 
39 Factom FCT 263.98 931 
40 MonaCoin MONA 233.98 1,176 
41 0x ZRX 499.56 255 
42 Loopring LRC 427.52 228 
43 Waltonchain WTC 388.36 228 
44 Hshare HSR 333.55 228 
                                                
23 Data retrieved 23.04.2018 
45 Substratum SUB 272.85 332 
46 Syscoin SYS 256.39 1,238 
47 Gas GAS 245.73 228 
48 ReddCoin RDD 228.08 1,238 
49 Kyber Network KNC 216.76 975 
50 FunFair FUN 214.71 715 
51 Monaco MCO 204.04 490 
52 Nxt NXT 201.44 1,376 
53 ZCoin XZC 194.93 437 
54 Bancor BNT 180.15 282 
55 TenX PAY 176.51 332 
56 Byteball Bytes GBYTE 174.12 443 
57 MaidSafeCoin MAID 168.14 325 
58 Storj STORJ 155.28 297 
59 Skycoin SKY 147.14 332 
60 Iconomi ICN 144.24 545 
61 Emercoin EMC 142.37 838 
62 Particl PART 141.49 276 
63 Bitcore BTX 140.34 1,095 
64 Cindicator CND 138.44 237 
65 ZenCash ZEN 130.95 321 
66 Nexus NXS 129.46 578 
67 Civic CVC 128.28 280 
68 Decentraland MANA 123.02 279 
69 Santiment Network  SAN 120.29 285 
70 Po.et POE 119.45 234 
71 Gnosis GNO 118.73 357 
72 GameCredits GAME 116.94 886 
73 iExec RLC RLC 116.55 368 
74 Vertcoin VTC 113.08 1,532 
75 Metal MTL 112.20 288 
76 Ubiq UBQ 107.30 438 
77 BOScoin BOS 103.86 332 
78 Aragon ANT 103.45 341 
79 DigitalNote XDN 95.34 325 
80 Blocknet BLOCK 95.31 1,182 
81 NavCoin NAV 92.31 1,237 
82 BitcoinDark BTCD 88.40 1,238 
83 AdEx ADX 78.80 299 
84 Pillar PLR 73.05 291 
85 Quant. Res. Ledger QRL 65.40 317 
86 SaluS SLS 60.24 823 
87 Peercoin PPC 59.77 1,302 
88 ION ION 59.29 428 
89 Edgeless EDG 57.54 385 
90 XTRABYTES XBY 32.37 471 
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Appendix 2. Descriptive Statistics of cryptocurrencies’ daily prices 
 
 
 
  
 
 BTC ETH XRP BCH EOS LTC XLM IOT XMR DASH XEM VEN ETC XVG OMG 
 
nobs 273 273 273 273 273 273 273 273 273 273 273 273 273 273 273 
Min 2,720.5 218.1 0.2 220.3 0.5 41.9 0.01 0.3 43.2 181.6 0.2 0.1 10.0 0.002 1.4 
Max 19,345.5 1,385.0 2.8 3,715.9 21.4 357.5 0.9 5.3 467.5 1,433.4 1.8 8.2 42.5 0.2 25.5 
1. Q. 4,777.5 306.7 0.2 546.7 1.2 56.9 0.02 0.6 96.3 310.2 0.2 0.1 14.0 0.01 8.1 
3. Q. 10,735.5 751.8 0.9 1,407.5 8.5 180.6 0.3 2.0 284.2 667.5 0.5 4.0 28.2 0.1 15.6 
Mean 8,424.6 554.7 0.6 1,091.1 5.4 129.5 0.2 1.6 198.6 521.3 0.4 2.2 20.7 0.04 11.7 
Variance 14,636,567.0 79,394.5 0.3 472,841.0 20.9 5,892.8 0.04 1.4 10,999.0 74,429.5 0.1 5.3 69.6 0.003 21.6 
Stdev 3,825.8 281.8 0.6 687.6 4.6 76.8 0.2 1.2 104.9 272.8 0.3 2.3 8.3 0.1 4.7 
Skewness 0.7 0.8 1.6 1.0 0.7 0.7 0.8 1.1 0.3 1.1 1.9 0.7 0.6 1.4 0.6 
Kurtosis -0.2 -0.3 2.7 0.7 -0.2 -0.5 -0.3 0.3 -1.1 0.3 3.2 -0.9 -0.8 1.7 -0.2 
                
	
 
 LSK ZEC BCN BTS SC STRAT DOGE VERI NEO BTM. STEEM DGD DCR WAVES AE 
 
nobs 273 273 273 273 273 273 273 273 273 273 273 273 273 273 273 
Minimum 2 161.9 0.001 0.04 0.003 2.8 0.001 6.1 0 0 0.8 58.1 23.4 0 0.2 
Maximum 40.1 757.2 0.02 0.9 0.1 21.9 0.02 459.7 188.6 1.2 8.0 558.5 121.8 17.2 5.0 
1. Quartile 6.0 228.9 0.001 0.1 0.01 4.1 0.001 89.3 30.1 0.1 1.1 76.1 31 4.3 0.4 
3. Quartile 19.0 399.9 0.005 0.3 0.02 8.1 0.01 244.6 85.1 0.4 3.4 241.5 77.9 7.5 1.9 
Mean 12.2 322.6 0.003 0.2 0.02 7.1 0.004 170.3 62.3 0.3 2.4 174.4 56.0 6.6 1.3 
Variance 69.8 16,612.0 0.000 0.03 0.000 16.4 0.000 12,194.3 1,570.7 0.1 2.4 13,149.8 707.3 11.4 0.8 
Stdev 8.4 128.9 0.003 0.2 0.02 4.1 0.003 110.4 39.6 0.3 1.6 114.7 26.6 3.4 0.9 
Skewness 0.9 1.2 1.9 1.7 1.9 1.4 1.4 1.0 0.8 1.2 1.1 1.0 0.6 1.3 0.9 
Kurtosis -0.2 0.7 4.8 2.4 4.0 1.4 2.1 -0.4 -0.4 1.3 0.5 0.3 -0.9 0.8 0.8 
                
	
 
 SNT KMD REP ARDR ARK DGB PIVX FCT MONA BNB ZRX LRC HSR WTC SUB 
 
nobs 273 273 273 273 273 273 273 273 273 273 273 273 273 273 273 
Minimum 0.03 0.9 15.7 0.1 0.6 0.001 1.7 11.7 0.4 0 0 0 0 0 0 
Maximum 0.6 11.5 105.5 2.9 10.3 0.1 13.8 75.4 14.9 22.8 2.3 2.2 37.2 42.2 3.2 
1. Quartile 0.04 2.0 19.9 0.2 2.5 0.001 3.2 19.1 0.8 1.3 0.2 0.1 6.4 4.9 0 
3. Quartile 0.2 4.1 46.4 0.5 4.1 0.04 5.7 30.8 5.6 10.9 0.9 0.6 14.7 14.9 0.7 
Mean 0.1 3.6 37.3 0.5 3.6 0.03 5.0 27.6 4.3 6.3 0.6 0.4 11.1 10.7 0.5 
Variance 0.01 5.7 504.8 0.3 3.3 0.001 7.7 157.3 13.2 32.9 0.3 0.1 53.8 77.8 0.3 
Stdev 0.1 2.4 22.5 0.5 1.8 0.03 2.8 12.5 3.6 5.7 0.5 0.4 7.3 8.8 0.5 
Skewness 2.0 1.6 1.3 2.0 1.2 1.5 1.4 1.6 1.2 0.6 1.2 1.4 0.7 1.0 2.0 
Kurtosis 4.1 1.8 0.7 3.7 1.0 2.5 1.1 2.4 1.1 -0.7 0.8 2.5 0.9 0.8 5.0 
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Appendix 2 (Cont.) 
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Appendix 3. Results of VAR(1) daily model 
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Appendix 4. Results of VAR(2) hourly model 
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Appendix 6. B matrix of ECCC GARCH24 
A – daily data 
 
 
 
  
                                                
24 *p<0.1; **p<0.05; ***p<0.01 
 BTC ETH XRP LTC XMR DASH SC XVG BTS DOGE 
BTC 0.7834 *** 0 0 0 0 0 0 0 0 0 
ETH 0 0.7023 *** 0 0 0 0 0 0 0 0.0037 
XRP 0 0 0.8055 *** 0 0 0 0 0 0 0 
LTC 0 0 0.1848 *** 
0.3760 
*** 0 0 0 0 0 0 
XMR 0 0 0 0 0.7195 *** 0.0465 0 0 0 0 
DASH 0.0021 * 0 0 0 0 
0.6648 
*** 0 0 0 0 
SC 0 0.2391 *** 
0.0899 
*** 0 0.0866 0 
0.1993 
*** 0 0 0.0247 
XVG 0 0 0 0 0.4264 *** 0 0 
0.5205 
*** 0 0 
BTS 0.0224 0.0595 0 0 0 0 0 0.0141 *** 
0.6388 
*** 0 
DOGE 0 0 0 0 0 0 0.6104 *** 0 0 0 
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B – hourly data 
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Appendix 7. Connectedness table for networks 
A - 23 coins daily returns August 2017 – April 2018 
 
B - 23 coins daily volatility August 2017 – April 2018 
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C – 23 coins hourly returns, October – September 2017 
 
 
D – 23 coins hourly returns, January – March 2018 
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