Abstract-Wireless sensor networks demand energy efficient and application specific medium access control protocol when deployed in critical areas which are not frequently accessible. In such areas, the residual energy of nodes also become important along with the efficient data delivery. Many techniques using adaptive duty cycle approach are suggested by researchers to improve the data delivery performance of protocols. As low duty cycle introduces delay and high duty cycle causes energy losses in the network so duty cycle adaptation according to the distribution of nodes near event occurring area, traffic behaviour and remaining energy of the nodes may be done for energy saving as well as efficient data delivery performance. After analysing the S-MAC protocol performance in critical scenarios for the residual energy, throughput and packet delivery ratio, this paper suggests an improved mission critical MAC protocol called MC-MAC which uses novel regression based adaptive duty cycle approach. The duty cycle is given by the regression pattern of traffic while considering the performance of SMAC protocol for residual energy, throughput and packet delivery ratio. The analytical model of MC-MAC protocol is given accordingly and the performance analysis shows that the proposed MC-MAC protocol saves 40% energy of whole network and also 20% energy of the critical nodes in the mission critical path till base station, as compared to SMAC protocol. Very few improved MAC protocols provide mechanism to save the residual energy of critical nodes and hence to improve the lifetime of critical path. As MC-MAC protocol considers the throughput and packets delivery ratio (also along with residual energy) for calculating the regression formula for duty cycle based on traffic, so it is better than other critical MAC protocols which does trade-off of energy with throughput and packet delivery ratio.
INTRODUCTION
The wireless sensor networks consists of sensor nodes deployed in large numbers to gather information and send it to base station for further actions. These nodes consist of microcontrollers, sensors and transceivers and are battery operated as shown in Fig. 1 .
The nodes are battery powered so power saving is the biggest challenge to researchers in wireless sensor networks for increasing lifetime of the network once the nodes are deployed. The nodes are battery operated and most of the energy is consumed by the transceiver of the node in communication [1] . Nowadays wireless sensor networks are widely used in some critical applications like gas leakage detection, surveillance of border, patients monitoring system, monitoring volcanic activities, tsunami alert system, etc. Wireless sensor nodes which are deployed once, need to stay active for years to gather information which they sends to base stations. So apart from the data delivery performance, the residual energy of nodes plays an important role to keep the network path alive till base station nodes. The protocol stack for wireless sensor networks is not standardized because of the infinite applications of sensor nodes in almost all the fields of engineering and sciences. According to diversified applications of sensor networks, the existing protocols at MAC layer need to be designed differently which can meet the demand of fast response in mission critical areas along with energy saving. In mission critical applications, traffic load increases suddenly on nodes near event occurring area and they need to send information to base station in timely and reliable fashion. Several MAC protocols were proposed based on the existing basic IEEE 802.11 MAC protocol for wireless LAN [1] . Some protocols introduced periodic listing mechanism, some changed the contention mechanism and some protocols introduced adaptive listening mechanism to make it suitable for wireless sensor networks. But very few protocols talked about the MAC protocol suitable for critical applications of wireless www.ijacsa.thesai.org sensor network which is the need of the hour. The Sensor MAC (SMAC) [2] protocol is the most popular contention based wireless sensor network MAC protocol which introduced the periodic listen and sleep mechanism to save energy of the node. This protocol is already implemented and tested on hardware. The Sensor MAC protocol is an improvement of 802.11 MAC with sleep/awake mechanism to avoid the idle listening problem in 802.11 MAC protocol. The sensor MAC protocol performs well in slow traffic but in high traffic introduces sleep delay because of its periodic sleeping mechanism. Many improvements are done on Sensor MAC protocol to improve its performance but very few researchers have studied the Sensor MAC protocol performance in mission critical scenarios. This motivated to test the performance of SMAC protocol for mission critical applications and then to propose a new model for the mission critical MAC protocol. Medium access control protocols can save energy by intelligently using the transceiver power using periodic sleeping when there is no traffic, by avoiding collision and retransmission of packets and also by avoiding control packet overhead using one RTS/CTS pair to send data.
Mission critical applications are applications running in volcanic areas, in oceans or surveillance applications on border where quick response is required. These areas are not accessible frequently or instantly so the nodes cannot be replaced easily. The lifetime of network and the data delivery performance without delay is utmost importance So the residual energy of the sensor nodes and hence network lifetime is very essential .This paper analyses the Sensor MAC protocol for mission critical scenarios and based on these results proposes a new MC-MAC protocol model suitable for mission critical scenarios. Toward this goal, a novel approach based on regression is used for making MC-MAC protocol adaptive to the traffic scenarios while considering the residual energy of nodes and other mission critical performance parameters.
The paper is divided into various sections. In Section 2, the literature review and motivation for designing MC-MAC protocol is discussed. Section 3 represents the MC-MAC protocol model methodology. Section 4 gives the analytical model and performance analysis of the proposed protocol model and compares it with the basic Sensor MAC protocol. Section 5 discusses the conclusion of the work and Section 6 finally ends with the future scope of the work.
II. RELATED WORK

Literature Review and Motivation
To develop a new protocol, the fundamental contention based Sensor MAC protocol is critically analyzed and thereafter its improvements are also reviewed which motivated to design a new model of mission critical MAC protocol.
A. Sensor MAC protocol critical analysis
S-MAC [2] protocol uses periodic listen and sleep mechanism for increasing the lifetime of the node. The frame interval is divided into listen time and sleep time as shown in Fig. 1 .The nodes periodically wake up and the go to sleep to avoid the idle listening. During the sleep period node turns off its transceiver which saves maximum amount of energy. The listen period is fixed in SMAC and the duty cycle is controllable parameter varying from 1% to 100%. The improvements on 802.11 MAC is done to avoid idle listening using periodic listen-sleep of nodes, to avoid overhearing by turning off the transceiver after hearing RTS/CTS packets destined for other node and control packets overhead reduction by using single pair of RTS/CTS packet for transmission of data available. The duty cycle of the Sensor-MAC protocol is fixed during the initial deployment and is not changed when the traffic load and residual energy of the node changes. This makes it unsuitable for mission critical applications where high traffic rate signifies some important information to be delivered and immediate response is sought. So to minimize sleep delay the value of duty cycle should be increased, keeping constraint of residual energy of the node.
Listen time
Sleep time ……….
(1) Now from (1), it's implied that at low duty cycle, the sleep time in a frame will be relatively more and hence the energy will be saved. The future directions from [2] are also concluded as to limit the sleep period for decreasing the latency. The energy consumption in intermediate nodes is more because of SYNC overhead. Also the border nodes can follow multiple schedules, so they have to wakeup multiple times which consumes more energy. The Sensor MAC protocol uses message passing technique which should provide a limit on the number of times the extensions is given for the lost frames, in case of dead receiver.
B. Improved MAC protocols based on adaptive duty cycle approach. Wei Ye, et al. in 2004 suggested an improvement on Sensor MAC protocol which used coordinated adaptive listening of the nodes to improve the latency [3] . In this protocol the neighboring nodes who overhears RTS and CTS packets wakeup for a short period of time after transmission. So if the node is next hop node, its neighbor will be able to pass data to it instead of waiting for the scheduled wakeup time. The drawback is that all the neighboring nodes who overhear RTS/CTS packets will awake for short period, which results in energy consumption. So latency is improved at the cost of residual energy of nodes.
In 2004, P. Lin, et al. proposed DSMAC protocol [4] . DSMAC protocol also tune the duty cycle of nodes according to the delay and residual energy of the node. The multiple duty cycle concept is used in DSMAC to improve the latency but at the cost of energy consumption, with not much improvement in Vol. 8, No. 6, 2017 200 | P a g e www.ijacsa.thesai.org energy seen at high traffic rates. The mission critical scenarios are not taken care where suddenly the traffic rate increases on occurrence of an event.
In 2005, [5] Yang, et al. suggested utilization based tuning of duty cycle in their protocol. In U-MAC the duty cycle of the nodes are tuned based on the utilization function which calculated the load on each node. In U-MAC the forwarding node will always have the more utilization and hence all-time its duty cycle will be higher so soon it will die out even at low traffic loads. Hence, U-MAC protocol does not provide solution to improve the network lifetime in mission critical scenarios.
In 2006 Demirkol, et al. discussed the sensor network properties which should be taken care while designing the MAC protocols [6] . The authors discussed various many other existing MAC protocols which include contention based and contention free like TDMA approach also. TDMA approach has the feature of collision free access to channel but the network is not adaptable to topology changes when new nodes inserted or existing node dies out. Because of short range, the wireless sensor networks are dense networks. The main challenge of wireless sensor network is energy efficient sharing of communication channel. Multiple nodes in the same region want to transmit information to other nodes. The channel access mechanism thus primarily classified the medium access protocols as contention based, contention free and hybrid which use both the concepts.
Another challenge is confronted when wireless sensor nodes are used in critical application in last few years. Along with the energy efficiency, the throughput and packet loss rate also considered as important parameters for protocol performance in critical scenarios. In wireless sensor network applications, nodes play different roles like source nodes, intermediate nodes and the sink nodes. According to the location of event the role of the nodes changes in network. So if the role of nodes changes according to the scenarios, fixed sleep-listen schedule as in S-MAC will result in energy waste in nodes when no data packets to be forwarded by the nodes and also increase the buffer size on the nodes which are taking part in transmission. So further this work concentered on the existing protocols which used adaptive duty cycle approach.
In 2010, Mishra, et al. tuned the slot time in the contention window in listen period for adaptive listening but used a complex fuzzy based approach [7] . As the nodes have very less storage capacity so two fuzzy algorithms used in the paper may be replaced by some simple techniques.
In 2012, Suriyanchai, et al. [8] did the study and classification of MAC protocols on the basis of reliability and timely data delivery performance. The mission critical MAC protocol performance parameters based on reliability can be the packet loss rate and packet delivery ratio and the throughput signifies the data delivery in time.
In 2012, Hsu, Tz-Heng, et al. in [9] also gave the dynamic traffic aware MAC protocol based on tuning the duty cycle, they concentrated more on the data transmission rate and latency but the energy consumption is extremely increased in their protocol, which is not suitable for the mission critical case.
In 2013, Sakya G, et al. performed the analysis of SMAC protocol for single hop scenario in ns 2.35 [10] .
In 2013, G. Sakya, et al. studied the popular SMAC in ns-2.35 for various packet arrival rates at different values of duty cycles in multi-hop scenario [11] also. The SMAC protocol is tested from low traffic rates to very high traffic rates in multihop scenario. It is observed that the residual energy reaches maximum if the duty cycle is 20% under high traffic rates (.01s to .1s packet inter arrival time) along with the optimum performance of packet delivery ratio and throughput. The authors concluded that under mission critical scenarios if the value of duty cycle is made high, then the residual energy can be saved as compared to low duty cycle. Tuning of duty cycle with respect to certain parameters in MAC protocol is the technique which may be used to improve the residual energy, throughput and packet delivery ratio of the network and also of the individual nodes.
In 2013, adaptive duty cycle control is also done by Byun, et al. They proposed the tuning of sleep time based on the queue management feedback control system to achieve efficient performance in heavy traffic [12] .
In 2015, Donghong Xu and Ke Wang, et al. in proposed EA-MAC, an adaptive traffic aware MAC protocol based on correlation of nodes [13] . They also made duty cycle adaptive based on the bases of predicted flow on the node. The protocol performance in terms of energy consumption is very similar to S-MAC protocol, so in spite of having better throughput, delay and packet loss rate the protocol is not suitable for applications in which nodes cannot be replaced frequently, once deployed.
In 2016, G. Sakya, et al. analyzed the performance of SMAC in grid scenario and suggested improvements on SMAC to make it suitable for critical applications in grid scenario [14] .
To develop the required mission critical MAC protocol, this paper analyzes the performance of S-MAC protocol for residual energy, throughput and packet delivery ratio and studied the data pattern and its behavior. Differing from other proposed protocol, it proposes to tune the duty cycle based on the output parameters like residual energy, throughput and packet delivery ratio under different traffic scenarios using novel regression technique. The analytical model is prepared for performance analysis of the proposed model. The proposed protocol is designed with the following objectives: 1) To save the residual energy of the network, the duty cycle of only selected nodes in event occurring area with high traffic is made high. It takes into consideration the residual energy of node also.
2) Duty cycle allocation is based on regressive analysis of Sensor MAC protocol performance parameters throughput, packet delivery ratio and residual energy with respect to traffic and duty cycle. This is done to improve the overall performance of the protocol. Applications, Vol. 8, No. 6, 2017 201 | P a g e www.ijacsa.thesai.org 3) Analytical model is developed to show the effect of this novel duty cycle adaptation approach on the residual energy saving of mission critical MC-MAC protocol.
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III. MC-MAC PROTOCOL DESIGN
MC-MAC protocol is based on the novel approach where the results obtained from the S-MAC protocol analysis in mission critical applications for residual energy, throughput and packet delivery ratio are used to make the duty cycle adaptive. The duty cycle is made adaptive according to the observed regressive behavior of it based on traffic while considering the performance of the mission critical parameters for residual energy, throughput and packet delivery ratio.
This work consider first a multi-hop scenario of consists of 11 nodes with one source and one sink as shown in Fig. 3 . The node 0 (source node) generates the packets at different time interval in the range .01s to 50s. All nodes have initial energy of 1000 joules. The performance of SMAC protocol is tested in ns-2.35. The nodes are places 200m apart and the routing protocol used is DSR. The CBR packets of size 80 bytes are used for data transmission. The queue size is taken as maximum 50 packets. The simulation runs for 10,000 second each time. The data generated in the trace file is used to summarize the performance of the protocol. The parameters considered in energy model are based on [14] , [15] . The duty cycle values are varies and the performance of S-MAC protocol is tested under different scenarios. The impact of changing the duty cycle according to the traffic loads is observed and presented in Table 1 . It has been observed in Table 1 that under high traffic rates, for efficient throughput and packet delivery ratio, the duty cycle must be 40%. But along with that to make the protocol energy efficient we have to take care of the energy loss because of this high duty cycle. So in mission critical scenarios, where the traffic rate increases suddenly, we should choose high value of duty cycle for efficient data transmission. In order to save energy, in medium traffic loads, we can choose the duty cycle value as 20%, to have efficient data transmission.
Also, it has been observed that at larger packet inter arrival time at 40s, the energy saving is 1151.221 joules and also the throughput and packet delivery ratio is .01 kbps and 82.5% at 10% duty cycle.
As regression is a measure of average relationship between two or more variables in terms original units of data so we applied this analysis to choose the duty cycle in different scenarios in the wireless sensor networks. The above data is summarized and the following regression expression for duty cycle factor is obtained in Table 2 .
From the results obtained from Table 2 , the relation between the packet arrivals rate (packets/second) and the duty cycle is obtained as follows:
Duty cycle factor = (.20953116) * traffic (packets/second) + 20.83677 .... (2)
The duty cycle will be modified in the synchronization module of the protocol which modifies the synchronization packet and sends the synchronization packet to its neighbors at the next synchronization period. The synchronization packet incudes the information about the traffic rate of the node. The duty cycle allocation to the nodes in the network can be done based on this formula calculated. The duty cycle of SMAC protocol can be allocated dynamically to the nodes based on this expression, which takes care of all the output parameters like residual energy, throughput and packet delivery ratio. The sudden increase in the traffic of certain nodes occurs when they send data frequently on the occurrence of event. So according to the traffic only selected nodes tune their duty cycle and send the updated schedule in the synchronization packet to their neighbors.
To minimize the synchronization problem the algorithm uses duty cycle values only 10%, 20% and 40%. So the changed duty cycle will not affect the communication among nodes whose duty cycle is unaffected.
The duty cycle factor is calculated dynamically using (2).
1) If (Duty cycle factor ≥ 30) then assign duty cycle as 40%.
2) If (15 ≤ Duty cycle factor ≤ 30) then assign duty cycle as 20%.
3) If (Duty cycle factor < 15) then assign duty cycle as 10%. Since the base duty cycle is 10%. Tuned duty cycle is the multiple of this base duty cycle, so the nodes which are in base duty cycle will be unaffected. Before sending the synchronization packet to its neighbours the sending node first checks the traffic rate which signifies the load on the node. According to the above algorithm it will modify the existing duty cycle and send the modified duty cycle to the neighbouring nodes. If the traffic on the node is high, then the duty cycle will be high of the node and it synchronizes with the other neighbours too. Without using the complex fuzzy algorithm, this regression technique will modify intelligently the duty cycle of nodes with high traffic. The high traffic signifies the occurrence of an event which must be reported to the base station without much delay.
In such model very few nodes in the whole network will be on high duty cycle during the time of communication and rest other will be able to preserve their energy while working in the normal mode of 20% or 10% duty cycle.
Mission critical applications demand quick reporting of the event to base station. So there should be an intelligent strategy to manage the nodes from one duty cycle to another.
A. Analytical Model
The paper has already discussed the strategy of tuning the duty cycle of the selected nodes in MC-MAC protocol mechanism. So in this model, we have considered the case where only selected nodes tune their duty cycle when event occurs, rest all other nodes remain unaffected. Then we have analyzed the energy performance of the proposed protocol and compared it with simple SMAC protocol.
B. Assumptions 1)
There are ρ nodes in the wireless sensor network deployed for monitoring in mission critical region.
2) Only M nodes are tuning their duty cycle, rest other nodes are unaffected. Figure 4 shows that when an event occurs, the traffic increases on the selected nodes in an area. So to reduce the sleep delay, the duty cycle of the selected nodes is tuned based on traffic and residual energy. This reduces the sleep delay and also increases the lifetime of the critical area nodes. Table 3 The energy dissipation of node in active state is given as in (3).
E_ active = I d + T r + R d …. (3)
The duty cycle of the node is given by (4) .
d = [(L / C)*100] C = [(L/ d)*100 …. (4)
Hence Cycle Time for 10% duty cycle is given as (5).
Now, Energy consumed in 10% duty cycle is given by (6) .
Π 10 = (L* E_ active )) + (S* S l ) …. (6)
Number of frames for 10% duty cycle in total time is given by (7). α 10 = (λ 10 /C 10 ) ...
So, in a similar way, α 20 and α 40 are obtained. Now Energy consumed by node during λ 10 when it was operating under 10% duty cycle is obtained from (8) .
….. (8) Similarly energy consumed by node in 20% and 30% duty cycle are obtained by (9) and (10 
ρ(N+M)
Total nodes in the network
λ10
Time in which node considers 10% duty cycle in seconds
λ20
Total time which node considers 20% duty cycle in seconds
λ40
Total time in which node considers 40% duty cycle in seconds 7. µ1 probability of the node to be in 10% duty cycle during the total time 8. µ2 that probability of the node to be in 20% duty cycle during the total time 9. µ3 that probability of the node to be in 40% duty cycle during the total time 
α10
Number of frames for 10% duty cycle (frame10) in total time
α20
Number of frames for 20% duty cycle (frame20) in total time
α40
Number of frames for 40% duty cycle (frame40) in total time
En10
Energy consumed by node during λ10 when it was operating under 10% duty cycle.
En20
Energy consumed by node during λ20 when it was operating under 20% duty cycle.
En40
Energy consumed by node during λ40 when it was operating under 40% duty cycle.
Ωm
Residual energy of node taking part in mission critical data transmission
Ωt
Residual energy of all mission critical nodes
Ωn
Residual energy node in 10% duty cycle
Ωnt
Residual energy of all nodes in 10% duty cycle
Ωnetwork
Residual energy of network 34. N Number of nodes in 10% duty cycle
M
Number of nodes taking part in mission critical data transmission www.ijacsa.thesai.org Now Total energy consumed by node in total time T is given by E nt = E n10 + E n20 + E n40. …. ( 11) The residual energy of node taking part in mission critical data transmission is now given as (12) .
... (12) So, Residual energy of all mission critical nodes is:
The value of residual energy of one node operating in 10% duty cycle for total time is obtained using the analytical model implemented in MATLAB, so Ω n =935.065 J and hence residual energy of all nodes in 10% duty cycle is given by (14) .
Also residual energy of network is given by:
From this model by changing the values of µ 1, µ 2 and µ 3 in the different traffic scenario, a remarkable improvement is shown in the residual energy of the individual node and the whole network. The values to the µ 1 , µ 2 and µ 3 are assigned initially and found the regression pattern for µ 1 , µ 2 and µ 3 also based on packet inter arrival time on the nodes. Based on this regression pattern, the values of µ 1 , µ 2 and µ 3 can be obtained and the model can be tested for any mission critical scenario.
IV. PERFORMANCE ANALYSIS
A. Input Parameters
To analyse the performance of proposed MC-MAC protocol model we have considered high traffic scenario to low traffic scenario range as given in Tables 4 and 5 . Corresponding to that the probability value of duty cycle (µ 1 , µ 2 , and µ 3 ) is considered. The duty cycle values are assumed on the basis of observations obtained in analysis of SMAC protocol.
For S-MAC protocol, the duty cycle (µ 1 , µ 2 , µ 3 ) are presented in Table 5 . Since the duty cycle is initialized only once and is same for all the nodes during whole transmission so (µ 1 , µ 2 , µ 3 ) values will be chosen as in Table 5 .
Based on the regression pattern obtained in Table 5 , the value of µ 1 can be given as in (16). And the value of µ3 can be given as in (18). With the help of these regression equations we can obtain infinite pattern of µ1, µ2, µ3 in mission critical applications and can check the energy saving performance for various cases. Table 6 represents the Residual energy of whole network in mission critical applications. Table 7 represents the results obtained for average residual energy of individual node in S-MAC and MC-MAC protocols when they operate in mission critical area. The performance comparison of proposed MC-MAC protocol and the basic S-MAC protocol is given in Fig. 5 for the individual node and in Fig. 6 for whole network.
B. Result Analysis
This analyzed the behavior of MC-MAC protocol when after an event certain selected nodes tune their duty cycle, rest are unaffected. In SMAC, if protocol is tuned for high duty cycle of 40% for mission critical applications, then the node always work in 40% duty cycle and consumes more energy than normal mode whereas in MC-MAC, the model considered the node to work in 40% duty cycle for maximum time (given by probability µ3) but not all the time when an event occurs.
The percentage energy saving in very high traffic rate scenarios (mission critical scenarios) for individual node is calculated as 16.84%.In high traffic (1s), the per node energy saving is around 20.7%. In medium traffic (10 packets/s) , when SMAC nodes work in 20% duty cycle, in MC-MAC for some time (given by probability µ3) nodes work in 40% duty cycle also. Hence it is seen that SMAC saves energy.
At low traffic rates, the performance of these nodes are same as in SMAC protocol. Since the nodes saves their energy in high traffic rates so, the network lifetime increases in MC-MAC protocol.
The percentage energy saving in very high traffic rate for whole network is 39.65% as shown in Fig. 6 . In high traffic (1s), the energy saving for whole network it is 40.43%.These results differ from other improved SMAC protocols as here the work considered the efficient data transmission as one important consideration while tuning the duty cycle. For simple applications, the performance of MC-MAC protocol is almost similar to SMAC protocol.
V. CONCLUSION
In this paper, we have analysed the basic SMAC protocol for residual energy, throughput and packet delivery ratio and proposed a novel approach of duty cycle adaptation based on regression pattern according to traffic. In SMAC protocol the duty cycle is fixed but the proposed MC-MAC protocol is made intelligent to dynamically change its duty cycle according to the regression formula based as a function of packet arrival rate.
The analytical model shows the behavior of the proposed mission critical MC-MAC protocol and is compared with the popular S-MAC protocol. The analytical model is based on the assumption that nodes operating in mission critical conditions will not always operate in high duty cycle. They will tune their duty cycle according to the traffic and residual energy of the nodes. The analytical results shows that the energy performance of the proposed protocol are almost improved by 40% for the whole network and by 20% for the average energy of individual node operating in mission critical environment. Since the algorithm considers the throughput, packet delivery ratio and the residual energy for obtaining the regression pattern of the duty cycle so it's different from other existing protocols. Recent proposed protocols provide the energy efficiency but at the cost of throughput and packet delivery ratio. This protocol considers the throughput and packet delivery ratio initially to calculate the duty and still saves 40% energy of the network in mission critical scenario. Most of the proposed protocols are tested only for low traffic rates and hence the packet arrival time considered above 1 second. But this proposed protocol talks about the high traffic rates and packet inter arrival time below 1 second. So the proposed protocol is suitable for mission critical scenarios, where traffic tare suddenly become high. FUTURE SCOPE
The analytical model gives an idea of tremendous energy saving without deteriorating the data transmission performance of protocol. In SMAC protocol the nodes keep on sending the data without entering into sleep state after they win the contention till the end of data packets in queue of node. The sleep delay occurs only when the packets arrive at the node after the listen period. The packets wait in the queue for next listen period. In further work the proposed protocol will be implemented in ns-2 to analyse the actual energy, throughput and packet delivery ratio performance which includes this effect of not entering into sleep state when channel node has already occupied the channel for data transmission. The work will be extended to include the node selection algorithm for selecting the nodes which will send the synchronization packets to neighbouring nodes. Also the duty cycle tuning algorithm will be enhanced to include the actual load in the queue of node and its residual energy to calculate the duty cycle. This will make the MC-MAC protocol more suitable for mission critical applications by reducing the synchronization overhead and the traffic in the network in critical areas.
