Block chain being a foundational technology impacting and attracting a wide range of applications has become predominant in solving the problem of privacy preserving and security in multitude sectors that is under the control of the government and the private. The paper also presents the security and the privacy mechanism using the block chain to prevent the misuse and the corruption in the sharing of huge set of data generated from the judiciary, security, legislature, commercial code registries etc. The proposed system enables reliability and the trust in the data sharing in the communication channels utilizing the block chain with the RSA digital signature. The proposed system is simulated as a java programming version to evince the enhancement in the latency in the sharing of the information's along with the privacy and the security.
INTRODUCTION
The latest developments in the information technology has led to a huge flow of information's and the enormous valuable data contained in it this makes them to be engrossed and prone to the cyber-attacks causing the hacking and the modification of the valuable data's [2] The constant progress in the block chain technology has made it more and more attractive among a wide range of applications such as the bank transactions, intelligent systems, internet of things based applications , government sectors, industrial sectors etc. for the prevention of the unknown attacks and the hacking of the privacy information [1] . Joshi et al present the block chaining as the "gaining traction" and one of assurance that the databases running on the chain will continue to fulfill in exactly the way the blockchain protocol specifies" [7] . Remaining as a heart of the bit coin, and the other currencies that are virtual the block chain behaves to be open and a distributed ledger that could enable the transactions between the two people to be permanently recordable with the capability of being verified [8] . The fig.1 below shows the general block chain architecture used in the transactions.
Fig .1 Processes Involved in Block Chain
So the block chain in simple can be referred as the time-stamped series of the unchangeable information managed by a group of computers that are owned by multiple entities. Every block of data are protected and made inevitable utilizing the cryptographic principles to ensure the safety of the information or the currency. The block chain initially utilized only in the amount transactions is now utilized in the communication channels to improve the reliability and the trust in the data sharing.
So the paper proposes the reliable and a trust worthy data sharing in the huge set of data generated from the judiciary, military, legislature, commercial code registries etc. utilizing the block chain and the RSA Digital signature , for securing the data transmission form the misuse and the hacks.
The paper is at the rest is organized with the related work in the section 2, proposed work in the section 3, result evaluation in the section 4 and conclusion in the section 5.
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Ji,et al [1] the paper presenting the comprehensive study of the issues in the protection of the private information's such as the bank transactions handled, voting systems, the IOT, systems that are intelligent and in the sharing of personal information's and summarizes the technologies bas d on the block chain for the privacy protection. Sang-Oun et al [2] , the author discusses the privacy issues in the connected vehicles and the presents the review of the block chain based privacy protection. Joshi et al [3] , paper details the technical aspect sand the applications of the blockchain as the comprehensive survey. Singh et al [4] , discusses the block chain as the trustable and reliable technology for the sharing of data among the intelligent vehicle. Zhang et al [5] proposes a dual block chain system based on the privacy and the consortium in the sharing of the e-health information's , Casino et al [6] , the systematic literature review based on the block chain applications is presented in the paper with the short coming s and the limitations of the block chain technology. Pilkington et al [7] , the author elaborates the core concepts, the principles and the cutting edge applications that rely on the block chain technology for the reliability, security and privacy.
Iansiti et al [8] , the author proposes the truth in the block chain technology improving the economic and the social systems. Xu et al [9] presents the taxonomy of the block chain technology. Zheng et al [10] , presents the challenges in the block chain in terms of the scalability and the storage Lin et al [11] , the proposal explains the authentication in the block chain using the ID-based linearly Homomorphic signature strategy. Xu, et al [12] the biometric block chain for data sharing in the intelligent vehicle is proffered in the paper to build trust and the reliability in the peer to peer networks. Smys et al [13] details the cryptography based architecture for the peer-peer networks.
BLOCK CHAIN POTENTIALS
The block chain technology that is seated at the head of the internet is the peer -peer network .This block chain could be termed as the foundational technology, leading to the revolution of the business and the government. It is capable of developing a new foundation for the economic and the social systems. The world with the block chain could be envisioned as embedded into a digital code with transparency to all but with the security from damaging, removal and modification. The massive capability of the block chain technology has made it possible to retaining a digital record of the each movement of the each and every agreement that is made the transaction that has taken place and the every work that is done with a signature in order to identify, store, validate and share. The block chain technology ensures the communication at ease between the organizations, machines, individuals and the protocols with minute chafing eluding the mediators such as the lawyers, bankers and the brokers [8] . The reason behind the attractive ness towards the block chain is making the files hard to replicate, with damage proof and modification.
The features that make them more prominent are listed as follows. Transparency: Block chain enables to view all the data that is entered into it Decentralization: The data and the nodes processing the data in the block chain belongs to multiple entities Immutability: Restricts the tampering of the data using the hash functions.
RSA DIGITAL SIGNATURE
The RSA (Rivest, Shamir, and Adelman) digital signature could be utilized in constructing a digital signature strategy applying a public verification (V) key and a private signing (S) key. This could be represented using the
The message ( ) to be transmitted is signed applying a RSA with the private key ( ) and further sealed using the public key ( ) and enumerates whether the results exact the message that is expected. This method could at certain times result with the lengthier keys. This problem could be solved utilizing the cryptographic hashes as shown in the equation (2)
The general RSA digital signature Scheme is as shown in the equation (3 
CONCLUSION
The proposed method utilizing the block chain with the digital signature ensures effective data transmission with confidentiality and authentication. By engaging the RSA digital signature with the block chain, a dual encryption method is followed using the private key of the sender and the public key of the receiver, thus allowing only the authorized receiver to access the information. The performance evaluation of the proffered method evinces its performance enhancements in terms of the time, cost and the security provisioning provided with better confidentiality and authentication eluding the unauthorized access causing the misuse and hacks.
