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3.1 Tempat dan Waktu Penelitian 
 Penelitian dilakukan di Laboratorium Komputer Pendidikan Teknik 
Informatika dan Komputer Universitas Negeri Jakarta dengan mengambil data 
untuk bahan penelitian dan Penelitian ini dilaksanakan selama bulan November 
2018 – Januari 2019. 
3.2 Alat Dan Bahan Penelitian 
 Alat dan bahan penelitian ini ditunjukkan pada Tabel 3.1 dan 3.2. 
Tabel 3.1  Tabel Perangkat Keras 
Perangkat Keras 
No Perangkat Spesifikasi Jumlah 
1 Komputer 
Workstation 
• CPU Intel Core i3-540 @3.07 GHz 
• RAM 2 GB 
• Hardisk 500 GB 




• CPU Intel Pentium Dual CPU E2220 
@2.40 GHz 
• RAM 2 GB 
• Hardisk 150 GB 




• CPU Intel Core i3-540 @3.07 GHz 
• RAM 2 GB 
• Hardisk 500 GB 








• CPU Intel Core i3-540 @3.07 GHz 
• RAM 2 GB 
• Hardisk 500 GB 




• CPU Intel Pentium® G3250 @3.20 GHz 
• RAM 2 GB 
• Hardisk 500 GB 




• CPU AMD A4-6300 @3.70 GHz 
• RAM 2 GB 
• Hardisk 500 GB 




• CPU AMD A4-6300 @3.70 GHz 
• RAM 2 GB 
• Hardisk 500 GB 




• CPU Intel Core i5-6200U @2.19 GHz 
• RAM 4 GB 
• Hardisk 250 GB 
1 
9 Switch D-Link 
DES-1026G 
• 24 10/100 Mbps ports 
• 2 Combo 10/100/1000 BASE-T/SFP 
1 
 
Tabel 3.2 Tabel Perangkat Lunak 
Perangkat Lunak 
No Jenis Nama 
1 Sistem Operasi 
Workstation 
Windows 7 32-Bit 
2 Sistem Operasi 
Server 
Windows Server 2008 R2 
 





Analisis kebutuhan dilakukan terlebih dahulu untuk mengetahui sistem seperti apa yang 
dibutuhkan dan alasan yang mendasari sehingga sistem ini dibutuhkan, serta tujuan untuk 
memenuhi kebutuhan akan sistem Active Directory berbasis Windows Server. 
3.3.1 Kebutuhan policy object Active Directory 
Kebutuhan policy object Active Directory menjelaskan apa saja policy-policy yang akan 
diterapkan pada server Active Directory. Policy yang diterapkan sesuai dengan kebutuhan 
administrator dan user itu sendiri. Berikut ini merupakan policy-policy yang akan diterapkan pada 
sistem Active Directory berbasis Windows Server di Laboratorium Komputer Pendidikan Teknik 
Informatika dan Komputer Universitas Negeri Jakarta : 
1. Ability to Enable/Disable a LAN Connection 
2. Ability to rename LAN Connections 
3. Disable the Display Control Panel 
4. Prevent changing theme 
5. Prevent changing window color and appearance 
6. Prevent changing desktop background 
7. Prevent changing desktop icons 
8. Prevent changing mouse pointers 
9. Prevent changing screen saver 
10. Prevent changing sounds 
11. Hide “Installed Updates” page 
12. Hide “Programs and Features” page 
13. Hide “Windows Features” 





15. Prohibit changes 
16. Desktop Wallpaper 
17. Prevent adding, dragging, dropping and closing the Taskbar’s toolbars 
18. Prohibit TCP/IP advanced configuration 
19. Prohibit Enabling/Disabling components of a LAN connection 
20. Prohibit access to properties of components of a LAN connection 
21. Prohibit access to properties of a LAN connection 
22. Lock the Taskbar 
23. Turn off notification area cleanup 
24. Prevent changes to Taskbar and Start Menu Settings 
25. Lock all taskbar settings 
26. Remove Task Manager 
27. Prevent access to the command prompt 
28. Prevent Access to registry editing tools 
29. Turn off Autoplay 
30. Hide these specified drives in My Computer 
31. Prevent Removable media source for any install 
 Policy – policy yang termasuk diatas merupakan hasil analisis sesuai dengan 
permasalahan yang muncul. 
3.4  Desain Sistem Active Directory 
3.4.1 Fitur Yang Digunakan 
 Fitur yang digunakan pada sistem Active Directory ialah Group Policy Object, Group 





setiap user dengan menerapkan policy-policy yang telah diterapkan, lebih dari ratusan policy yang 
telah disediakan oleh Group Policy Object dan dapat digunakan sesuai dengan kebutuhan 
administrator dalam mengelola hak akses. 
3.5 Metode Pengujian 
Metode pengujian adalah cara atau teknik untuk menguji perangkat lunak, mempunyai 
mekanisme untuk menentukan data uji yang dapat menguji perangkat lunak secara lengkap dan 
mempunyai kemungkinan tinggi untuk menemukan kesalahan. Metode pengujian perangkat lunak 
yang penulis gunakan adalah metode black box testing. Black box testing adalah pengujian aspek 
fundamental sistem tanpa memperhatikan struktur logika internal perangkat lunak berfungsi 
dengan benar. Pengujian black box  merupakan metode perancangan uji yang didasarkan pada 
spesifikasi perangkat lunak. Data di uji dibangkitkan, dieksekusi pada perangkat lunak kemudian 
keluaran dari perangkat lunak dicek apakah telah sesuai dengan yang diharapkan. Pengujian black 
box berfokus pada pengujian persyaratan fungsional perangkat lunak, untuk mendapatkan 
serangkaian kondisi input yang sesuai dengan persyaratan fungsional suatu program. Pengujian 
black box berusaha menemukan kesalahan dalam kategori : 
1. Fungsi-fungsi yang tidak berjalan dengan benar atau hilang dalam aplikasi 
2. Kesalahan kerja inisialisasi dan kesalahan terminasi 
Pada penelitian kali ini penulis membagi pengujian menjadi beberapa tahap : 
3.5.1 Pengujian Policy Active Directory 
 Komputer yang telah bergabung ke server Active Directory, selanjutnya akan dilakukan 
pengujian apakah policy yang telah dibuat dapat dijalankan pada komputer. Pada pengujian kali 





dengan komputer yang belum dikonfigurasi sama sekali (Komputer belum tergabung dalam sistem 
Active Directory). 
 Skenario pengujian adalah sebagai berikut : 
Tabel 3.3 Tabel Pengujian Policy 





Berhasil Tidak Berhasil Tidak 
1 Melakukan login pada 
server 
     
2 Menonaktifkan network 
and sharing center 
     
3 Menyembunyikan 
direktori C 
     
4 Menonaktifkan folder 
option 
     
5 Menonaktifkan 
command prompt 
     
6 Menonaktifkan control 
panel 
     
7 Menonaktifkan task 
manager 
     
8 Menonaktifkan 
konfigurasi taskbar dan 
toolbar 
     
9 Menonaktifkan fitur 
properties pada LAN 
     
10 Menonaktifkan fitur 
programs and features 
     
11 Menonaktifkan 
autoplay 







     
13 Menonaktifkan registry 
editor 
     
14 Menonaktifkan fitur 
windows installer 
     
15 Menonaktifkan fitur 
installation from 
removable media source 
     
 
3.5.2 Pengujian Policy Terhadap User 
 Pengujian ini menggunakan user yang merupakan mahasiswa Pendidikan Informatika, 
pengujian ini dilakukan apakah efektif membatasi user dalam menggunakan komputer agar 
konfigurasi komputer tersebut tidak mengalami perubahan selama penggunaan oleh mahasiswa.  
 Skenario pengujian adalah sebagai berikut : 
Tabel 3.4 Tabel Pengujian Active Directory Terhadap User 
No Skenario kegiatan Hasil yang diharapkan Sistem Bekerja 
Berhasil Tidak 
1 Membuka network 
and sharing center 
Muncul sebuah pesan 
peringatan “This operation 
has been cancelled due to 
restrictions in effect on this 
computer. Please contact 
your system administrator” 
  
2 Membuka drive C di 
My Computer 
Tampilan drive C tidak 
muncul di my computer 
  
3 Menggunakan folder 
option di Windows 
Explorer 
Opsi folder option tidak 
dapat digunakan 
  
4 Menginput perintah 
di command prompt 
Command prompt memberi 
pesan peringatan “The 
command prompt has been 







5 Membuka control 
panel 
Muncul sebuah pesan 
peringatan “This operation 
has been cancelled due to 
restrictions in effect on this 
computer. Please contact 
your system administrator” 
  
6 Membuka task 
manager 
Opsi task manager tidak 
dapat digunakan 
  




toolbar pada taskbar 






Opsi properties tidak dapat 
digunakan 
  
10 Mengganti desktop 
background di 
personalize 
Opsi desktop background 
tidak dapat digunakan 
  
11 Mengganti windows 
colour di 
personalize 
Opsi windows colour tidak 
dapat digunakan 
  
12 Mengganti sounds di 
personalize 










autoplay pada saat 
menghubungkan 
flashdisk 
Autoplay tidak muncul pada 
saat flashdisk dihubungkan 
ke komputer 
  
15 Membuka registry 
editor 
Muncul pesan peringatan 
“Registry editing has been 
disabled by your 
administrator” 
  
16 Melakukan instalasi 
aplikasi di drive D 
Muncul user account control   
17 Melakukan instalasi 
aplikasi di flashdisk 
Muncul user account control   
18 Melakukan uninstall 
di programs and 
features 









 Penelitian ini diawali dengan mengidentifikasi masalah yang telah dibahas sebelumnya, 
selanjutnya melakukan studi pustaka untuk mencari referensi yang berhubungan dengan penelitian 
ini, selanjutnya melakukan pengumpulan data dengan melakukan observasi ke Laboratorium 
Komputer Pendidikan Teknik Informatika dan Komputer Universitas Negeri Jakarta untuk 
mengetahui kondisi dan permasalahan yang terjadi. 
 Setelah pengumpulan data selesai, selanjutnya melakukan perancangan terhadap server 
active directory dan policy active directory. Setelah perancangan selesai, selanjutnya melakukan 
implementasi sesuai dengan rancangan yang sudah direncanakan. Implementasi merupakan tahap 
membangun server active directory yang sudah dirancang. 
 Setelah implementasi selesai, selanjutnya melakukan pengujian terhadap sistem active 
directory, fungsi pengujian ini untuk mengetahui sistem terdapat kesalahan, jika terdapat 
kesalahan, makan penelitian kembali ke tahap perancangan untuk mencari letak kesalahan yang 
telah terjadi. Penelitian diuji dengan metode black-box testing. Black-box testing adalah pengujian 
yang fokus pada spesifikasi fungsional perangkat lunak. Pengujian ini juga membandingkan 






Gambar 3.1 Diagram Alir Penelitian 
3.7 Teknik dan Prosedur Pengumpulan Data 
 Penulis menggunakan beberapa teknik pengumpulan data sebagai berikut : 
1. Studi Pustaka, merupakan teknik pengumpulan data dengan membaca dan mempelajari 
buku, majalah, artikel internet dan informasi lainnya sebagai bahan tinjauan pustaka yang 
berkaitan dengan penelitian ini. 
2. Observasi, merupakan teknik pengumpulan data dengan melihat keadaan langsung tempat 
yang akan diteliti. Hasil observasi yang telah dilakukan di Laboratorium Pendidikan 





1. Penyalahgunaan oleh user dengan menginstall aplikasi lain seperti aplikasi game, 
video, dan aplikasi yang tidak mendukung perkuliahan. 
2. Aplikasi pengaman komputer hanya menggunakan deep freeze, aplikasi ini 
berfungsi untuk membekukan partisi hard disk agar data yang berada pada partisi 
tersebut tetap seperti awal komputer dinyalakan, di sisi lain user masih bisa 
melakukan hal-hal yang dapat merubah konfigurasi komputer tersebut 
