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Es común en las organizaciones tener preguntas como: “el área de sistemas” en 
general siempre tiene que “andar de un lado a otro” resolviendo fallas, problemitas, 
y corrigiendo programas a través de parches. El sentimiento va más allá de la 
comprensión y adicionalmente los directivos se preguntan ¿por qué se le invierte 
tanto a “sistemas” si no se resuelven a tiempo nuestros “problemas”?.  ¿Por qué no 
se encuentra en el área de TI un aliado estratégico que potencialice los 
emprendimientos y planes de mejora continua de los procesos?  
La respuesta es muy sencilla: Tal vez no se ha tomado el camino correcto y no se 
ha visto la oportunidad de negocio en el área de TI. ¿Qué se quiere decir con 
oportunidad de negocio? Bueno que como todo negocio necesita inversión y esa 
inversión debe dar frutos, esos frutos a su vez son ni más ni menos que los servicios 
que proveen las tecnologías de información (TI). 
Esos clásicos problemas se deben, en su mayoría a que no se tiene una adecuada 
organización de TI. Básicamente no se cuenta con los procesos en los cuales se 
sabe qué hacer, en que momento y con qué herramientas, y por consiguiente no 
hay esa comunicación de responsabilidades entre las áreas de TI. 
Una gestión clara de procesos de TI al interior de las organizaciones se convierte 
día a día en una necesidad vital para el óptimo sostenimiento del negocio, las áreas 
de tecnología de información cumplen cada vez un papel más estratégico en el 
apoyo a la toma de decisiones de alto nivel ejecutivo, la transición de operación 
hacía estrategia es una realidad de las gerencias de TI, y esta transición debe 




La gestión de servicios TI es la planificación, el desarrollo, la entrega y el soporte 
de los servicios TI para la empresa. Une el negocio y la tecnología a través de la 
facilitación de la comunicación y la creación de una asociación de y para el negocio”. 
 Las empresas y organizaciones son, cada día, más dependientes de las TI para 
satisfacer sus objetivos corporativos y necesidades de negocio. 
 A menudo, un departamento de TI tan sólo se dedica a la entrega de productos, sin 
considerar los objetivos de la empresa como los suyos propios. En cambio, se 
consideran a sí misma como un proveedor de productos. 
La información es probablemente la fuente principal de negocio en el primer mundo 
y ese negocio a su vez genera ingentes cantidades de información. Su correcta 
gestión es de importancia estratégica y no debe considerarse como una herramienta 
más entre muchas otras. 
Por todo esto, las TI deben ser vistas como una parte integral de la empresa, 
estrechamente integradas con los objetivos de la misma 
ITIL  (Information Technology Infrastructure Library) por sus siglas en inglés 
corresponde a un conjunto de “mejores prácticas” que son realizadas por muchas 
empresas a nivel mundial. 
ITIL propone el establecimiento de estándares que ayuden en el control, operación 
y administración de los recursos (ya sean propios o de los clientes). Plantea hacer 
una revisión y reestructuración de los procesos existentes en caso de que estos lo 
necesiten (si el nivel de eficiencia es bajo o que haya una forma más eficiente de 
hacer las cosas), lo que con lleva a una mejora continua. 
Ahora, los departamentos responsables de la explotación de los Sistemas de 
Información deben adquirir compromisos y acuerdos de nivel de servicio con su 
propia organización. Para cumplirlos, será necesaria la sistematización de 
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actividades a ejecutar, procesos a seguir y métricas que analizar; es en este 
momento cuando la aplicación del estándar ITIL® es imprescindible. 
La filosofía ITIL® impulsa la adopción de procesos, de manera que puedan 
adaptarse para encajar tanto en organizaciones grandes como en pequeñas. 
Contempla lo necesario para crear un lenguaje de negocios en el área de TI y un 
lenguaje técnico en el área de negocios; es decir crea un puente de entendimiento 
entre las dos grandes áreas. 
En la definición de cómo implementar ITIL las organizaciones deben tener cuidado; 
dado que puede acabar siendo el objetivo en lugar del medio para alcanzar un 
objetivo mayor: proporcionar un valor añadido a la empresa en los servicios 
prestados.  
Cuando sucede esto, ITIL puede perderse en un conjunto de procesos burocráticos, 
con juntas de revisión, reuniones interminables, plantillas, etc. Si se desea tener 
cierto éxito con la estructura ITIL, las organizaciones deben centrarse en lo que es 
importante para su negocio y mantener la atención en los resultados del negocio. 
Adicionalmente dado que ITIL no es una metodología, ni una metodología; no 
recomienda normas para su implementación, ni la secuencia de aplicación ni los 
procedimientos necesarios tales como políticas y procedimientos que se deben 
desarrollar para conseguir adoptar adecuadamente dicho marco. En resumen, se 
puede afirmar que ITIL plantea que se debe hacer pero no nos dice cómo se debe 
hacer.  
Sin embargo la practica muestra que la mayoría Los proyectos de implementación 
de ITIL se caracterizan por un curso de acción típico, independientemente del 
tamaño de la compañía y su negocio básico. Esto hace que sea viable proponer una 
metodología de referencia que puede servir como guía para una gran variedad de 
iniciativas de ITIL. 
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En este sentido este trabajo además de proponer un modelo de referencia de fácil 
aplicación que guía y orienta a los emprendimientos de implementación de la 
mejorares practicas propuestas por ITIL, que para esto se propone un modelo 
sistemático y ordenado que le da mayor preponderancia. Analiza el impacto 
obtenido en la empresa de Aguas y Aguas de Pereira mostrando la evolución y los 






2. PLATEAMIENTO DEL PROBLEMA 
 
Los antecedentes de ITIL, parten de reconocer que las organizaciones dependen 
cada vez más de la Informática para alcanzar sus objetivos corporativos. Esta 
dependencia en aumento ha dado como resultado una necesidad creciente de 
servicios informáticos de calidad que se correspondan con los objetivos del negocio, 
y que satisfagan los requisitos y las expectativas del cliente. A través de los años, 
el énfasis pasó de estar sobre el desarrollo de las aplicaciones TI a la gestión de 
servicios TI. La aplicación TI (a veces nombrada como un sistema de información) 
sólo contribuye a realizar los objetivos corporativos si el sistema está a disposición 
de los usuarios y, en caso de fallos o modificaciones necesarias, es soportado por 
los procesos de mantenimiento y operaciones. 
 
A lo largo de todo el ciclo de los productos TI, la fase de operaciones alcanza cerca 
del 70-80% del total del tiempo y del coste, y el resto se invierte en el desarrollo del 
producto (u obtención). De esta manera, los procesos eficaces y eficientes de la 
Gestión de Servicios TI se convierten en esenciales para el éxito de los 
departamentos de TI. Esto se aplica a cualquier tipo de organización, grande o 
pequeña, pública o privada, con servicios TI centralizados o descentralizados, con 
servicios TI internos o suministrados por terceros. En todos los casos, el servicio 
debe ser fiable, consistente, de alta calidad, y de coste aceptable. 
 
Dado que ITIL es una referencia de procesos operativos, pero no tiene una 
metodología de adopción o implementación y esto conlleva a las preguntas ¿Dónde 
Comenzar?, ¿Qué orden seguir? y ¿en cuanto tiempo se tendrán resultados? 
Además de esto al hacer una revisión del estado del arte y de revisar sobre la 
práctica implementaciones de las librerías sobre salen observaciones como: 
 ITIL es demasiado complejo 
 Las introducciones a ITIL son demasiado largas y caras 
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 A menudo ITIL no lleva a ninguna parte ya que la documentación de 
procesos, cuya elaboración cuesta tanto esfuerzo, termina en un 
armario sin ser leída. 
 
Estos aspectos fueron abordados y tenidos en cuenta para proponer una 
metodología de referencia que facilitara la implementación de ITIL en la empresa 
Aguas y Aguas de Pereira. Sin embargo, proponer una metodología fue el alcance 
del proyecto de especialización, monitorear como fue su implementación en la 
organización, y evaluar cuál fue el impacto obtenido en el plano organizacional, es 

















Un estudio dado a conocer por CA (Computer Associates) [COM08b] ha 
revelado que la implantación de las buenas prácticas de ITIL en las 
organizaciones redunda en un aumento general del rendimiento de los 
departamentos de TI encuestados, especialmente en lo referido a cambios, 
configuraciones y versiones. Igualmente, el informe ofrece argumentos que 
apoyan la adquisición de tecnologías que permitan la aplicación de estas 
mejores prácticas en gestión de servicios TI, incluyendo una CMDB45, 
herramientas de seguridad de las operaciones o aplicaciones de gestión de 
versiones. 
Así, las ventajas que se obtienen como resultado de las mejores prácticas tienen 
que ver con una mayor utilización de los recursos TI, mayor satisfacción del 
usuario final y la reducción del riesgo global que conlleva la gestión de cambios. 
Como se dijo, ITIL es un conjunto de mejores prácticas, que sin embargo, no 
recomienda normas para su implementación, ni la secuencia de aplicación ni los 
procedimientos necesarios tales como políticas y procedimientos que se deben 
desarrollar para conseguir adoptar adecuadamente dicho marco. En resumen, 
podemos decir que ITIL nos plantea que debemos hacer pero no nos dice cómo 
debemos hacerlo. 
En conclusión se puede afirmar que proponer un modelo que guie y direccione 
el proceso de implementación de la librería de mejores prácticas tecnológicas 
orientada totalmente al logro asegurando que el proceso sea el medio para 






4.1 Objetivo General 
 
Analizar el impacto organizacional obtenido en la empresa Aguas y Aguas de 
Pereira, con la implementación de ITIL.  
 
4.2 Objetivos específicos  
 
 Describir el conjunto de componentes ITIL utilizados y la metodología usada en 
el  proceso de implementación 
 Presentar en forma sistémica el modelo implantado 
 Establecer los puntos de comparación y la metodología de evaluación del 
impacto organizacional. 
 Analizar el cambio organizacional obtenido 















5. PREGUNTAS DE INVESTIGACIÓN. 
 
¿Es posible aplicar las mejores prácticas de gestión y gobierno de TI y esto permite 
mejorar la eficiencia de la función de TI aumentando el nivel de madurez?. 
 
Para desarrollar esta evaluación se deben plantear restricciones como las 
siguientes:  
1. ¿La implantación de ITIL se realizó siguiendo la metodología de referencia 
propuesta?  
2. ¿Desde qué estado de madurez organizacional, o desde que estado base, 
se parte para realizar el análisis de impacto organizacional? 
3. ¿Existen mecanismos, o metodologías de evaluación organizacional, que 
sean aplicables para evaluar el impacto obtenido con la aplicación de 
determinadas políticas? 
4. ¿Cuál es la ventana de tiempo adecuada para hacer la evaluación 
organizacional? 
 
 Hipótesis del trabajo 
Cualquiera que desee disponer su organización de TI de forma consecuente según 
los principios de ITIL o que quiera conseguir una certificación según ISO 2000 tiene 
que traducir a la práctica las especificaciones en gran medida teóricas de la 
bibliografía referente a ITIL en procesos que puedan ser implementados y que 
funcionen.  
Esta tarea requiere una gran experiencia y es muy laboriosa. Sin embargo, con 
ayuda de los Modelos de Procesos ITIL (un Modelo de Procesos ITIL adaptable) 
este paso se simplifica significativamente, con lo cual se ahorra mucho trabajo y/o 
dinero en servicios de asesoramiento externo. 
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Un modelo de referencia ITIL adecuado apoya de forma óptima la organización de 
TI en todas las fases de un proyecto de implementación de ITIL, puesto que 
 Expone de forma gráfica y navegable los contenidos ITIL, para facilitar la 
comprensión de los procesos ITIL y sus complejas interrelaciones a todos los 
niveles de la empresa; 
 Los diferentes modelos de proceso y los manuales complementarios forman un 
hilo conductor para establecer y llevar a cabo iniciativas de ITIL; 
















6. ESTADO DEL ARTE 
 
 Metodologías y normas más usadas 
 
Las infraestructuras de las TI son el cimiento de los servicios del negocio, 
soportando los servicios TIC que se ofrecen a las organizaciones. A su vez estos 
servicios TIC deben estar apoyados por procesos de gestión de servicios, de forma 
que se garantice su entrega y calidad. 
La gestión de los servicios de las TI ve aumentada su complejidad según las 
infraestructuras, que soportan dichas TI, crecen y se diversifican. Será necesario 
realizar una gestión adecuada de los servicios, de tal forma que esta gestión permita 
proporcionarlos cumpliendo las necesidades de calidad especificadas por las 
organizaciones. Las metodologías, estándares y buenas prácticas más usadas 
actualmente son ITIL, CMMi, COBIT. 
 
6.1.1 COBIT 
Como respuesta a las necesidades planteadas en los entornos de las TI, el marco 
de trabajo COBIT se creó con las características principales de ser orientado a 
negocios y a procesos, basado en controles e impulsado por mediciones. 
COBIT e ITIL no son mutuamente excluyentes y pueden ser combinados para 
proporcionar un sólido marco de trabajo de gobierno, de control y mejores prácticas 
en gestión de servicios TI. Las empresas que deseen ampliar su marco de control y 





6.1.1.1 Orientado al Negocio 
La orientación a negocios es el tema principal de COBIT. Está diseñado para ser 
utilizado no solo por proveedores de servicios, usuarios y auditores de TI, sino 
también y principalmente, como guía integral para la gerencia y para los propietarios 
de los procesos de negocio. 
 
6.1.1.2  Principio 
Proporcionar la información que la empresa requiere para lograr sus objetivos, la 
empresa necesita administrar y controlar los recursos de TI usando un conjunto 
estructurado de procesos que ofrezcan los servicios requeridos de información. El 
marco de trabajo COBIT ofrece herramientas para garantizar la alineación con los 
requerimientos del negocio 
 
6.1.1.3 Orientado a Procesos 
COBIT define las actividades de TI en un modelo genérico de procesos en cuatro 
dominios. Estos dominios son Planificar y Organizar, Adquirir e Implementar, 
Entregar y Dar Soporte y Monitorizar y Evaluar. Los dominios se equiparan a las 
áreas tradicionales de TI de planificar, construir, ejecutar y monitorizar. El marco de 
trabajo de COBIT proporciona un modelo de procesos de referencia y un lenguaje 
común para que cada uno en la empresa visualice y administre las actividades de 
TI. La incorporación de un modelo operacional y un lenguaje común para todas las 
partes de un negocio involucradas en TI es uno de los pasos iniciales más 
importantes hacia un buen gobierno. También brinda un marco de trabajo para la 
medición y monitorización del desempeño de TI, comunicándose con los 
proveedores de servicios e integrando las mejores prácticas administrativas.  Un 
modelo de procesos fomenta el desarrollo de procesos propios, permitiendo que se 
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definan las responsabilidades. Para gobernar efectivamente las TIs, es importante 
determinar las actividades y los riesgos que requieren ser administrados. 
 
6.1.1.4 Criterios de Información de COBIT 
Para satisfacer los objetivos del negocio, la información necesita adaptarse a ciertos 
criterios de control, los cuales son referidos en COBIT como requerimientos de 
información del negocio. Con base en los requerimientos de calidad, fiduciarios y de 
seguridad, se definieron los siguientes siete criterios de información: 
 
 La efectividad: tiene que ver con que la información sea relevante y pertinente 
a los procesos del negocio, y se proporcione de una manera oportuna, correcta, 
consistente y utilizable. 
 
 Eficiencia: consiste en que la información sea generada optimizando los 
recursos (más productivo y económico). 
 La confidencialidad: se refiere a la protección de información sensitiva contra 
revelación no autorizada. 
 
 La integridad: está relacionada con la precisión y completitud de la información, 
así como con su validez de acuerdo a los valores y expectativas del negocio. 
 
 La disponibilidad: se refiere a que la información esté disponible cuando sea 
requerida por los procesos del negocio en cualquier momento. También 





 El cumplimiento: tiene que ver con acatar aquellas leyes, reglamentos y 
acuerdos contractuales a los cuales está sujeto el proceso de negocios, es decir, 
criterios de negocios impuestos externamente, así como políticas internas. 
 
 La confiabilidad: significa proporcionar la información apropiada para que la 
gerencia administre la entidad y ejercite sus responsabilidades fiduciarias y de 
gobierno. 
 
6.1.1.5 Evolución de CoBiT 
 
Ilustración 1. Evolución del CoBiT 
 
 




6.1.1.6 Dominios de CoBiT 
 
COBIT define las actividades de TI en un modelo genérico de procesos organizado 
en cuatro dominios. Los dominios se equiparan a las áreas tradicionales de TI de 
planear, construir, ejecutar y monitorear. 
El marco de trabajo de COBIT proporciona un modelo de procesos de referencia y 
un lenguaje común para que todos en la empresa visualicen y administren las 
actividades de TI. La incorporación de un modelo operativo y un lenguaje común 
para todas las partes de un negocio involucradas en TI es uno de los pasos iniciales 
más importantes hacia un buen gobierno. También brinda un marco de trabajo para 
la medición y monitoreo del desempeño de TI, comunicándose con los proveedores 




Ilustración 2. Dominios de Cobit. 
 
 
 Planear y organizar (PO): este dominio cubre las estrategias y las tácticas, y 
tiene que ver con identificar la manera en que TI puede contribuir de la mejor 
manera al logro de los objetivos del negocio. Además, la realización de la visión 
estratégica requiere ser planeada, comunicada y administrada desde diferentes 
perspectivas. Finalmente, se debe implementar una estructura organizacional y 




 Adquirir e Implementar (AI): para llevar a cabo la estrategia de TI, las soluciones 
de TI necesitan ser identificadas, desarrolladas o adquiridas así como 
implementadas e integradas en los procesos del negocio. Además, el cambio y 
el mantenimiento de los sistemas existentes está cubierto por este dominio para 
garantizar que las soluciones sigan satisfaciendo los objetivos del negocio. 
 
 Entregar y dar Soporte (DS): este dominio cubre la entrega en sí de los servicios 
requeridos, lo que incluye la prestación del servicio, la administración de la 
seguridad y de la continuidad, el soporte del servicio a los usuarios, la 
administración de los datos y de las instalaciones operativos. 
 
 Monitorear y Evaluar (ME): todos los procesos de TI deben evaluarse de forma 
regular en el tiempo en cuanto a su calidad y cumplimiento de los requerimientos 
de control. Este dominio abarca la administración del desempeño, el monitoreo 
del control interno, el cumplimiento regulatorio y la aplicación del gobierno.  
 
 











Ilustración 3 Documentación oficial Cobit 
 
 
 COBIT 5 
El producto, de amplia cobertura Contiene el resumen ejecutivo y la descripción 
completa de todos los componentes del marco de COBIT 5. Los 5 Principios de 
COBIT 5,Los 7 Habilitadores de COBIT 5, Una introducción a la guía de 
implementación proporcionada por ISACA (Implementación de COBIT 5), Una 
introducción al Programa de Evaluación de COBIT (que no se refiere 
específicamente al COBIT 5) y el enfoque de la capacidad de los procesos que 
ISACA adopta para COBIT. 
 
 Procesos Habilitadores 
Complementa a COBIT 5 y contiene una guía detallada de referencias a los 
procesos definidos en el Modelo de Referencia de Procesos de COBIT 5. En el 
Capítulo 2 se recapitula las metas en cascada de COBIT 5 y se complementa con 
una serie de métricas ejemplo para las metas corporativas y las metas relacionadas 
con la TI. En el Capítulo 3 se explica el Modelo de Procesos de COBIT 5 y se definen 
sus componentes. En el Capítulo 4 se muestra el diagrama de dicho Modelo de 
Referencias de Procesos y El Capítulo 5 contiene la información detallada de 
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procesos para todos los 37 procesos de COBIT 5 en el Modelo de Referencias de 
Procesos. 
 Implementación 
ISACA ha desarrollado el marco de COBIT 5 para ayudar a las compañías a 
implementar unos habilitadores de gobierno sanos. De hecho, la implementación de 
un buen GEIT es casi imposible sin la activación de un marco efectivo de gobierno. 
También están disponibles las mejores prácticas y los estándares que soportan al 
COBIT 5.  Los marcos, mejores prácticas y normas son útiles solamente si son 
adoptados y adaptados de manera efectiva. Hay que superar muchos retos y 
resolver varios asuntos para poder implementar GEIT de manera exitosa.  COBIT 
5: Implementación proporciona una guía de orientación acerca de cómo hacerlo. 
 Productos Futuros de Apoyo 
 
Guías Profesionales de Orientación 
 COBIT 5  para la Seguridad de Información 
 COBIT 5  para el Aseguramiento 
 COBIT 5  para Riesgos 
 
 Guías de Orientación de los Habilitadores 
 
 COBIT 5: Información Habilitadora 
 COBIT En Línea Reemplazo 
 
 COBIT Programa de Evaluación 
 
 Modelo de Evaluación de Procesos (PAM):  Usando COBIT 5 
 Guía para Asesores:  Usando COBIT 5 




 Beneficios  
 
 Incremento de la creación de valor a través un gobierno y gestión efectiva de la 
información y de los activos tecnológicos.  La función de TI se vuelve más 
enfocada al negocio 
 Incremento de la satisfacción del usuario con el compromiso de TI y sus servicios 
prestados – TI es visto como facilitador clave. 
 Incremento del nivel de cumplimiento con las leyes regulaciones y políticas 
relevantes. 
 Las personas que participan son más proactivas en la creación de valor a partir 
de la gestión de TI.  
 
6.1.2 ISO 20000 
 
En 1989 la institución británica BSI (British Standards Institution) comenzó la 
definición de un estándar para la gestión de servicios TI, que finalizó con su 
publicación como estándar BS 15000 en 1995. 
A partir de ese año BSI continuó con el desarrollo del estándar trabajando en una 
segunda parte, con el objetivo de profundizar en los conceptos de la parte 1 ya 
publicada. 
En la realización de aquel trabajo se identificó que sería muy beneficioso para el 
sector TI que las publicaciones que realizase BS estuvieran alineadas con las 
publicaciones ITIL de buenas prácticas, impulsadas por el Gobierno Británico. Como 
consecuencia de este interés se formalizó un acuerdo de alineamiento del que BS 
15000 se benefició de los contenidos de ITIL, y posteriormente cuando el estándar 
pasó a ser ISO/IEC 20000 fue éste quien ejerció su influencia en los contenidos de 




6.1.2.1 Evolución de ISO 20000 
Ilustración 4. Evolución de ISO 2000 
 
 
 Fuente: guía aproximación incremental a ISO/IEC 20000 
 
 
6.1.2.2 Estructura de la norma  
La norma ISO/IEC 20000 está formada por tres partes publicadas bajo el mismo 
título “Tecnología de la información. Gestión del servicio": 
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Parte 1: Especificaciones La norma ISO 20000-1 es la especificación formal y define 
los requisitos que tiene que cumplir una organización para proporcionar servicios 
gestionados de una calidad aceptable a los clientes. Su alcance incluye: 
 Requisitos para un sistema de gestión 
 Planificación e implantación de la gestión del servicio 
 Planificación e implantación de servicios nuevos o modificados 
 Proceso de provisión del servicio 
 Procesos de relación 
 Procesos de resolución 
 Procesos de control 
 Procesos de entrega 
  
Parte 2: Código de buenas prácticas Código de procedimiento y describe los 
mejores procedimientos para procesos de gestión de servicios dentro del ámbito de 
la norma ISO 20000-1. El Código de procedimiento resulta especialmente útil para 
organizaciones que se preparan para someterse a una auditoría según la norma 
ISO 20000-1 o para planificar mejoras del servicio. 
 
Parte 3: Guía sobre la definición del alcance y la aplicabilidad de la norma ISO 
/ IEC 20000-1 ISO/IEC TR 20000-3:2009 proporciona orientación sobre la definición 
del alcance, la aplicabilidad y la demostración de la conformidad de los proveedores 
de servicios orientados a satisfacer los requisitos de la norma ISO / IEC 20000-1, 
así como los proveedores de servicios que están planeando mejoras en el servicio 
con la intención de utilizar la norma ISO/IEC 20000 como un objetivo de negocio. 
También puede ayudar a los proveedores de servicios que están considerando 
utilizar la norma ISO/IEC 20000-1 para la aplicación de un sistema de gestión de 
servicios (SMS) y que necesitan asesoramiento específico sobre si la norma 





La norma ISO/IEC 20000 se encuentra actualmente bajo un proceso de revisión 
para alinearse mejor con ITSM y con otros estándares ISO. Es por esto, por lo que 
tras la reciente publicación de la norma ISO/IEC 20000-3, se están desarrollando 
dos nuevas partes: 
Parte 4: Modelo de Procesos de Referencia (PRM) de gestión de servicios. 
 
Este modelo establece las bases del modelo de madurez y el marco de evaluación. 
 
Parte 5: Ejemplar del Plan de Implementación para la norma ISO/IEC 20000-1 
 
Actualmente se encuentra en la etapa final de su preparación para ser publicada. 




6.1.2.3 Documentación oficial 
 
 ISO 20000-1 es la especificación formal y define los requisitos que tiene que 
cumplir una organización para proporcionar servicios gestionados de una calidad 
aceptable a los clientes. Su alcance incluye:  
 
 Requisitos para un sistema de gestión  
 Planificación e implantación de la gestión del servicio  
 Planificación e implantación de servicios nuevos o cambiados  
 Proceso de prestación de servicios  
 Procesos de relaciones  
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 Procesos de resolución  
 Procesos de control y liberación  
 
 ISO 20000-2 por otra parte, es el código de procedimiento y describe los mejores 
procedimientos para procesos de gestión de servicios dentro del ámbito de la norma 
BS 15000-1. El Código de procedimiento resulta especialmente útil para 
organizaciones que se preparan para someterse a una auditoría según la norma 
ISO 20000-1 o para planificar mejoras del servicio. 
 
 ISO/IEC TR 20000-3 proporciona orientación sobre la definición del alcance, la 
aplicabilidad y la demostración de la conformidad de los proveedores de servicios 
orientados a satisfacer los requisitos de la norma ISO/IEC 20000-1, o por los 
proveedores que están planeando mejoras de sus servicios y la intención de utilizar 
la norma ISO/IEC 20000 como un objetivo de negocio. 
 
 ISO/IEC 20000-4 proporciona un proceso de evaluación acorde a los principios de 
ISO/IEC 15504. ISO/IEC 20000-4 describe en un nivel de abstracción los procesos 
incluidos para la provisión de gestión de los servicios según ISO/IEC 20000-1 y en 
términos de objetivos y resultados para cada uno de los procesos. 
 
 ISO/IEC TR 20000-5 proporciona un ejemplo del proceso de implantación que 
cumple con los requisitos de la norma ISO/IEC 20000-1. 
 
6.1.2.4 Beneficios 
 Facilita la alineación de los servicios de TI con la estrategia de negocios de la 
organización. 
 Crea un marco de trabajo formal para proyectos de mejora del servicio. 
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 Crea ventajas competitivas a través de la promoción de servicios consistentes y al 
menor coste posible. 
 Al ser necesario definir las responsabilidades a todos los niveles, crea una cultura 
y filosofía de progreso. 
 Reduce el nivel de riesgo operacional de la organización. 
 Ayuda a incrementar la productividad y la fiabilidad de los sistemas de TI. 
 Permite optimizar el uso de los recursos, lo que deriva en una reducción de costes. 
 Mejora la imagen pública de la organización. 
 Nos proporciona un estándar de comparación que aplica a todos los proveedores 
de servicio. 
 Actúa como punto de partida para otras mejoras. 
 Aporta motivación a la organización y demuestra la fiabilidad y calidad de los 
servicios de tecnología de la información para empleados, partes interesadas y 
clientes. 
 Facilita el cumplimiento de las obligaciones contractuales. 
 
 
6.1.3 ISO 27000 
 
ISO/IEC 27000 es un conjunto de estándares desarrollados -o en fase de desarrollo 
por ISO (International Organization for Standardization) e IEC (International 
Electrotechnical Commission), que proporcionan un marco de gestión de la 
seguridad de la información utilizable por cualquier tipo de organización, pública o 






6.1.3.1 Evolución de ISO 27000 
 
Ilustración 5. Evolución de ISO 27000. 
 
 
 1995 BS 7799-1:1995 (Norma británica) 
 1999 BS 7799-2:1999 (Norma británica) 
 1999 Revisión BS 7799-1:1999 
 2000 ISO/IEC 17799:2000 (Norma internacional código de prácticas) 
 2002 Revisión BS 7799-2:2002 
 2004 UNE 71502 (Norma española) 
 2005 Revisión ISO/IEC 17799:2005 
 2005 Revisión BS 7799-2:2005 
 2005 ISO/IEC 27001:2005 (Norma internacional certificable) 
 ISO 27000 (2007) Vocabulario y Definiciones 
 ISO 27001 (2005) Estándar Certificable ya en Vigor 
 ISO 27002 (2007) Código de Buenas Prácticas relevo de ISO 17799 
 ISO 27003 (2008) Guía para la Implantación 
 ISO 27004 (2008) Métricas e Indicadores 
 ISO 27005 (2008) Gestión de Riesgos (BS 7799-3:2006) 
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 ISO 27006 (2007) Requisitos para Acreditación de Entidades de 
Certificación 
 
6.1.3.2 Estructura de la norma ISO 27000  
La norma ISO 27001 está estructurada en tres componentes: 
COMPONENTE 1: INTRODUCCIÓN: comprende los numerales: 
 INTRODUCCIÓN 
 GENERALIDADES 
 ENFOQUE BASADO EN PROCESOS 
 COMPATIBILIDAD CON OTROS SISTEMAS DE GESTIÓN 
 DEFINICIONES TÉRMINOS 
 GENERALIDADES 
 APLICACIÓN 
 REFERENCIAS NORMATIVAS 
 TÉRMINOS Y DEFINICIONES 
 
COMPONENTE 2: DEBERES DE LA NORMA  Comprende los numerales: 
 SISTEMA DE GESTIÓN DE LA SEGURIDAD DE LA INFORMACIÓN 
 REQUISITOS GENERALES 
 ESTABLECIMIENTO Y GESTIÓN DEL SGSI 
 REQUISITOS DE DOCUMENTACIÓN 
 RESPONSABILIDAD DE LA DIRECCIÓN 
 COMPROMISO DE LA DIRECCIÓN 
 GESTIÓN DE RECURSOSAUDITORÍAS INTERNAS DEL SGSI 
 REVISIÓN DEL SGSI POR LA DIRECCIÓN 
 GENERALIDADESGENERALIDADES 
 RESULTADOS DE LA REVISIÓN 
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 MEJORA DEL SGSI 
 MEJORA CONTINUA 
 ACCIÓN CORRECTIVA 
 ACCIÓN PREVENTIVA 
 
COMPONENTE 3: ANEXOS  Está compuesto por tres (3) anexos: 
 ANEXO A:  OBJETIVOS DE CONTROL Y CONTROLES 
 ANEXO B:  PRINCIPIOS DE OCDE Y DE ESTA NORMA 
INTERNACIONAL 
 ANEXO C: CORRESPONDENCIA ENTRE LA ISO 9001:2000, LA ISO 
14001:1996, Y LA PRESENTE NORMA INTERNACIONAL 
 
6.1.3.3 Documentación oficial 
 ISO 27000 – Incluyen términos y definiciones que se emplean en toda la serie 
27000, es gratuita. 
 
 ISO 27001:2005 – Es la norma principal de la serie y contiene los requisitos del 
Sistema de Gestión de Seguridad de la Información (SGSI), brinda una introducción 
al método PDCA. El anexo informativo tiene correspondencia con los principios de 
buen gobierno de la OCDE y con la ISO 9001 e ISO 14001. 
 
 ISO 27002:2005 – Es el nuevo nombre de ISO 17799:2005 y es una guía de buenas 
prácticas de los objetivos de control y controles en cuanto a seguridad de la 
información. Se establece entre otras cosas: Políticas de Seguridad, Organización 
de la Seguridad de la Información, Gestión de activos, Seguridad de los RRHH, 
seguridad física y ambiental, Gestión de Comunicaciones y operaciones, control de 
acceso, Adquisición, Desarrollo y mantenimiento de los Sistemas de Información, 
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Gestión de incidentes de seguridad de la información, Gestión de la continuidad del 
negocio y cumplimiento.  
 
 ISO 27003 - Es una guía de implementación de SGSI y contiene información acerca 
del uso del modelo PDCA y sus requerimientos en las diferentes fases.  
 
 ISO 27004.- Especifica las métricas para determinar la eficiencia de un SGSI, están 
se usan en la fase  DO del modelo PDCA. 
 
 ISO 27005:2008.- Establece las directrices para la gestión del riesgo en la seguridad 
de la información, posee sesiones como el desplazamiento del contexto, Evaluación 
de riesgos, tratamiento de riesgos, aceptación de riesgo, comunicación del riesgo y 
monitorización del riesgo. 
 
 ISO 27006:2007.- Especifica los requisitos para la acreditación de entidades de 
auditoria certificación de sistemas de gestión de la seguridad de la información.  
 
 ISO 27799:2008 – Es una estándar de gestión de la seguridad de la información en 
el sector sanitario aplicando la ISO 17799 (ISO 27002). Establece un plan de acción 
basado en taxonomía, acuerdo de la dirección, establecimiento, operación, 









 Reducción del riesgo de pérdida, robo o corrupción de información. 
 
 Los clientes tienen acceso a la información a través medidas de seguridad. 
 
 Los riesgos y sus controles son continuamente revisados. 
 
 Confianza de clientes y socios estratégicos por la garantía de calidad y 
confidencialidad comercial. 
 
 Las auditorías externas ayudan cíclicamente a identificar las debilidades del 
sistema y las áreas a mejorar. 
 
 Posibilidad de integrarse con otros sistemas de gestión (ISO 9001, ISO 14001, 
OHSAS 18001…). 
 
 Continuidad de las operaciones necesarias de negocio tras incidentes de 
gravedad. 
 
 Conformidad con la legislación vigente sobre información personal, propiedad 
intelectual y otras. 
 
 Imagen de empresa a nivel internacional y elemento diferenciador de la 
competencia. 
 
 Confianza y reglas claras para las personas de la organización. 
 




 Aumento de la motivación y satisfacción del personal. 
 
 Aumento de la seguridad en base a la gestión de procesos en vez de en la compra 
sistemática de productos y tecnologías. 
 
 
6.1.4 CMMi Capability Maturity Model Integration (CMMi)  
 
CMMI es un acrónimo (no es una palabra de cuatro letras). El acrónimo significa 
Capability Maturity Model Integration (Integración de Modelos de Madurez de 
Capacidades). Algunas personas dicen que el CMMI es un modelo, mientras que 
otros lo describen como un conjunto de modelos. Pero la mayoría estará de acuerdo 
en que el CMMI es una fusión de modelos de mejora de procesos para ingeniería 
de sistemas, ingeniería de software, ingeniería de hardware y equipos integrados. 
Algunos de los objetivos de la CMMI son proporcionar un vocabulario común en 
toda la serie de modelos y una mayor claridad de cómo estas áreas se 
interrelacionan. El modelo integrado tiene una perspectiva continua y por etapas. 
Su implementación aumenta la fiabilidad del software producido, la visibilidad de los 
procesos de producción y soporte, la reusabilidad de componentes, y como 
resultado de la combinación de este tipo de mejoras, disminuye los costes de 
producción y mantenimiento de las aplicaciones.  
Este modelo establece un conjunto de prácticas agrupadas en aéreas o procesos 
que a su vez define un conjunto de buenas prácticas para cada área, que habrán 
de ser: 
 Definidas en un proceso documentado.       
  




 Ejecutadas de un modo sistemático, universal y uniforme. 
 





6.1.4.1 Evolución de CMMi 
 
Las mejores prácticas CMMi se publican en los documentos llamados modelos. La 
versión actual de CMMi es la versión 1.2. Hay tres constelaciones de la versión: 
 CMMi para el Desarrollo (CMMi-DEV o CMMi for Development) Versión 1.2 fue 
liberado en agosto de 2006. En él se tratan procesos de desarrollo de productos y 
servicios. 
 
 CMMi para la Adquisición (CMMi-ACQ o CMMi for Acquisition) Versión 1.2 fue 
liberado en noviembre de 2007. En él se tratan la gestión de la cadena de suministro, 
adquisición y contratación externa en los procesos del gobierno y la industria. 
 
6.1.4.2 Estructura de CMMi.  
 
Las áreas de proceso del modelo son 22. En la Tabla 2 se indica los nombres de 
las áreas de proceso junto con su abreviación. Cada una de ellas es implementada 
para alcanzar el nivel de madurez correspondiente y se agrupan de acuerdo a cuatro 
categorías: Administración de Procesos, Administración de Proyectos, 
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Ingeniería y Soporte. Este agrupamiento es realizado para mostrar cómo 
se relaciona cada área de proceso dentro de una categoría. Sin embargo, 
áreas de procesos de distintas categorías pueden encontrarse 
relacionadas, pero dado que en este documento se desarrollarán sólo 
áreas de procesos de una misma categoría (Ingeniería) estas relaciones se 
desprecian. 
 
Tabla 1. Áreas del Proceso de modelo CMMi 
Área de proceso Categoría Nivel de Madurez 
Análisis y Resolución Causales (CAR) Soporte 5 
Análisis y Resolución de Decisiones (DAR) Soporte 3 
Aseguramiento de la Calidad de Procesos y Productos (PPQA) Soporte 2 
Definición de Procesos Organizacionales +IPPD(OPD +IPPD)1 Gestión de procesos 3 
Desarrollo de Requerimientos (RD) Ingeniería 3 
Entrenamiento Organizacional (OT) Gestión de procesos 3 
Administración Cuantitativa de Proyectos (QPM) Gestión de proyectos 3 
Administración de Acuerdos con Proveedores (SAM) Ingeniería 2 
Administración de Requerimientos (REQM) Gestión de proyectos 3 
                                            
11  Las áreas de proceso que tienen “+IPPD” al lado derecho contienen metas y prácticas adicionales relacionadas 
a IPPD (Integrated Product and Process Development) – Desarrollo de Procesos y Productos integrados).  Para ver más 
información acerca de IPPD consultar [Chr06]. 
 
 





Administración de Riesgos (RSKM) Soporte 2 
Administración de la Configuración (CM) Gestión de proyectos 3 
Administración Integral de Proyecto + IPD (IPM+IPPD) Gestión de proyectos 3 
Innovación y Despliegue Organizacional (OID) Gestión de procesos 5 
Integración de Producto (PI) Ingeniería 3 
Medición y Análisis (MA) Soporte 2 
Monitoreo y Control de Proyecto (PMC) Gestión de proyectos 2 
Planificación de Proyecto (PP) Gestión de proyectos 2 
Procesos Orientados a la Organizacionales (OPF) Gestión de procesos 3 
Rendimiento de Procesos Organizacionales (OPP) Gestión de procesos 4 
Solución Técnica (TS) Ingeniería 3 
Validación (VAL) Ingeniería 3 
Verificación (VER) Ingeniería 3 
 
6.1.4.3 Documentación oficial 
 
El modelo de Capacidad y Madurez CMM, es un modelo de evaluación de los 
procesos de una organización que fue desarrollado para los procesos 
concernientes  al desarrollo de software por la Universidad de Carnegie Mellon para 
el Software Engineering Institute. 
 CMM se definió para varias aéreas, como lo son: 
 
 SE-CMM o Modelo de Capacidad de Madurez en la Ingeniería del Software: este 
modelo está dedicado a actividades de ingeniería de sistemas. 
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 IPD-CMM o Modelo de Capacidad de Madurez para el Desarrollo Integrado de 
Productos. 
 P-CMM o Modelo de la Capacidad de Madurez para Recursos Humanos. 
 SA-CMM o Modelo de Capacidad de Madurez para Adquisición de  Software. 
 S3M o Modelo de Capacidad de Madurez para el Mantenimiento del Software.                         
 SSE-CMM o Modelo de Capacidad de Madurez en la Ingeniería de Seguridad de 
Sistemas. 
 
 Hasta la fecha existen tres constelaciones publicadas: 
 
 CMMI-DEV (desarrollo) publicada en agosto del 2006 y sirve como guía para medir, 
monitorear y administrar el proceso de desarrollo y mantenimiento de productos y 
servicios. 
 CMMI-ACQ (Adquisición) publicada en noviembre del 2007 y sirve como guía para 
mejorar el proceso de adquisición de productos y servicios. 
 CMMI-SVC (Servicios) publicada en febrero del 2009 y sirve como guía para guía 




La gran ventaja de CMMI es que ha demostrado ser una metodología de gran 
eficacia, que ha permitido mejoras de gran impacto en procesos de desarrollo de 
productos software, tales como reducción del coste de desarrollo, localización y 
resolución de defectos; mejora en la fiabilidad de la planificación, en términos de 
dedicación y de calendario; aumento de la productividad, reducción de los trabajos 
derivados de correcciones tras las fases de pruebas, aumento de la efectividad 
sobre la planificación realizada, mejora en la calidad de producto, reducción del 
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número de defectos, y detección en las fases tempranas de su ciclo de vida y mejora 
de la Imagen de Marca, entre otras.  
 
6.1.5  ITIL  
 
La Biblioteca de Infraestructura de Tecnologías de la Información (ITIL) se ha 
convertido en el estándar mundial de facto en la Gestión de Servicios Informáticos, 
la estructura base ha demostrado ser útil para las organizaciones en todos los 
sectores a través de su adopción por innumerables compañías como base para 
consulta, educación y soporte de herramientas de software. Hoy, ITIL es conocido 
y utilizado mundialmente. Pertenece a la OGC, pero es de libre utilización. 
Lo primero que se debe aclarar es que ITIL no es ni una metodología, ni una norma, 
sencillamente es un compendio de buenas prácticas. 
ITIL (Information Technology Infrastructure Library). Es un estándar de facto que 
proporciona un marco de trabajo configurable, basado en un compendio de buenas 
prácticas, sintetizadas en una serie de procesos consistentes, coherentes y 
entendibles para la gestión de servicios de las TI. 
• Estándar de facto: ITIL comenzó como un conjunto de procesos que utilizaba el 
gobierno del Reino Unido para mejorar la gestión de los servicios TI. Posteriormente 
ha sido adoptado por la industria como base de una gestión satisfactoria de los 
servicios TI, proporcionando un lenguaje común a la hora de la gestión de dichos 
servicios. 
 
• Marco de trabajo configurable: ITIL es un marco de trabajo, que describe las 
fronteras de la gestión de servicio en las organizaciones. Los procesos de ITIL son 
pensados para ser implantados de tal manera que apoyen pero no dicten los 
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procesos de negocio de las organizaciones, son sólo directrices que permiten a las 
empresas moldear sus procesos para que se ajusten a sus propios requisitos 
empresariales.  
 
• Compendio de buenas prácticas: Realmente es una colección de libros que 
reúnen una serie de mejores prácticas de la industria en materia de gestión de 
servicios de las TI. 
 
• Sintetizadas en una serie de procesos: La gestión de los servicios se basa en 




A partir de 1980’s se hizo evidente la fuerte dependencia de los negocios hacia TI, 
encontrando que los proyectos que se basaban en TI se volvían siendo común que 
los proyectos de TI: No se terminaran en el tiempo estimado, No se terminaran con 
el presupuesto estimado y no se entregaran con la funcionalidad prometida.  
El Gobierno Británico se dio a la tarea de convocar a las empresas inglesas más 
exitosas en TI para conocer las mejores prácticas existentes y evitar todos los 
reprocesos y perdidas de eficiencia que hasta ese momento se estaba teniendo y 
cómo resultado se obtuvieron varios libros con las mejores prácticas en la provisión 








6.1.5.2 Evolución de ITIL  
 




                           Fuente:           
6.1.5.3 ESTRUCTURA DE ITIL 
 
ITIL ® (Biblioteca de infraestructura de Tl) es una serie de publicaciones exhaustivas 
y consistentes que se utilizan para describir y optimizar un marco de trabajo para la 
Gestión de calidad de Servicio Tl dentro de una organización, alineado con el 
Standard internacional, ISO/IEC 20000. La filosofía de ITIL es globalmente 
reconocida como la fundación de las mejores prácticas de la Gestión de Servicio Tl, 
respaldado por un programa de calificación profesional. 
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La última versión de ITIL ® (v3) consiste en un núcleo de cinco publicaciones que 
reemplaza la versión previa de ITIL ® (publicada en el 2000). Las publicaciones 
núcleo, que proveen la guía necesaria para un acercamiento integrado como lo 
requiere el Standard internacional ISO/IEC20000, cuentan con un contenido 
Común: Fundamentos Básicos (principios), Procesos y Actividades (Ciclo de Vida), 
Estructuras y Roles, Riesgos, Factores Críticos de Éxito. 
Estos libros son: 
Ilustración 7. Libros de ITIL. 
Fuente:  
6.1.5.4 Estrategia de Servicio 
 
 La guía sobre principios que fundamenta la práctica de la gestión de servicio. 
 Útil para desarrollar políticas, pautas y procesos a lo largo del ciclo de vida. 
 Pauta útil en conjunción con los otros volúmenes. 
 Los tópicos cubiertos incluyen el desarrollo de mercados, internos y externos, 
recursos de servicio, catálogo de servicio, y la implementación de estrategia a través 
del ciclo de vida del servicio. 
 La gestión de finanzas, de gestión del portafolio de servicio, el desarrollo 
organización y los riesgos. 




6.1.5.5 Diseño de Servicio 
 
 Es una guía para el diseño y desarrollo de servicios y procesos. 
 Define los principios de diseño y métodos para que se conviertan de objetivos 
estratégicos en portafolios de servicios y activos de servicio 
 No se limita a servicios nuevos. 
 Incluye los cambios y mejoras necesarios para aumentar o mantener el valor para 
los clientes sobre el ciclo de vida, la continuidad, alcance de los niveles de servicios 
y la conformidad de Standard y regulaciones. 
 
6.1.5.6 Transición de Servicio 
 
 Es una guía para el desarrollo y la implementación de habilidades de transición 
para servicios nuevos y reciclados en operación. 
 Los requerimientos de la Estrategia de Servicio son codificados en Diseño de 
Servicio, pasan a Operación de Servicio mientras se controlan los riesgos de 
fracaso y disrupción. 
 Combina las prácticas en la gestión de Entrega, Gestión del Programa y Gestión 
del Riesgo 
 Guía en el manejo de la complejidad relacionada a los cambios, servicios y 
procesos. 
  La guía se provee sobre la transferencia del control de servicios entre los clientes 








6.1.5.7 Operación de Servicio 
 
 Es una guía en el alcance de eficiencia en la entrega y soporte de servicios para 
asegurarle el valor a los clientes. 
 Es donde los objetivos estratégicos son realizados. 
 Es una guía para mantener la estabilidad en las operaciones del servicio, 
permitiendo los cambios en el diseño, escala, alcance y niveles de servicio. 
 Las pautas de procesos detallados, métodos y herramientas provistas para el uso 
de dos perspectivas de control relevantes: reactiva y proactiva. 
 El conocimiento es dado para tomar mejores decisiones en el manejo de 
 Disponibilidad de servicio. 
 Control de demanda Optimizar la utilización de la capacidad. 
 Programar las operaciones. 
 Solucionar problemas. 
 La guía está dada para las operaciones de soporte a través de nuevos modelos y 
arquitecturas 
 Servicios compartidos. 
 Utilidad computada. 
 Servicios Web. 
 Comercio móvil 
 
6.1.5.8 Mejoramiento Continuo de Servicio 
 
 Es una guía instrumental en la creación y el mantenimiento del valor para los 
clientes a través de un mejor diseño, introducción y operación de servicios 
 Combina principios, prácticas y métodos desde la gestión de calidad, gestión de 
cambio y mejora de capacidad. 
 Incremento y mayor escala de mejoras en la calidad del servicio, eficiencia 
operacional y continuidad de servicio. 
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 Es una guía para enlazar los esfuerzos en mejoras y los resultados en estrategia 
de servicio, diseño y transición. 
 Un sistema de retroalimentación establecido, capaz de recibir entradas de 
cambios desde cualquier perspectiva de planificación. 
 Basado en modelo Planear, Hacer, Chequear, Actuar en ISO/IEC 20000 
 
6.1.5.9 Ciclo de vida del servicio 
 
ITIL se centra en el Ciclo de vida de los Servicios de TI, siendo un modelo que 
ofrece: 
• Información de cómo estructurar un Servicio 
• Información de interrelación de procesos 
• Efectos de cambios en componentes 
 












Ilustración 8. Fases del ciclo de vida del Servicio. 
 
ITIL v3 crea un forma de integrar procesos Tl, personas y herramientas junto con 
Estrategias de Negocios y Resultados, a través de servicios Tl. 
 Estrategia de Servicio representa políticas y objetivos y es el eje alrededor del 
cual rota el ciclo de vida. 
 
 Diseño de Servicio, Transición de Servicio y Operación de Servicio son fases 
progresivas en el ciclo de vida, representan cambio y transformación a través de 
la estrategia implementada. 
 
 Servicio Continuo de Mejoramiento incluye aprendizaje y mejoramiento, 
emplazando y priorizando los programas de mejoras y los proyectos acordes a 






6.1.5.10 Estrategia del servicio 
 
Esta etapa provee a las organizaciones una guía de cómo pensar y actuar de forma 
estratégica. Muestra cómo desarrollar políticas, directrices y procesos para 
transformar la administración de servicios en un activo estratégico. 
La Estrategia del Servicio es fundamental en el contexto de los procesos que se 
realizan en las otras fases del Ciclo de Vida del Servicio en ITIL . 
Lo primero que hay que considerar no es cómo se puede hacer algo, sino el motivo 
para hacerlo. Eso es lo más importante para las actividades del cliente. 
Esta sección ofrece diversas directrices que pueden ser útiles a la hora de definir 
objetivos y expectativas de cara al cliente y al mercado. La Estrategia del Servicio 
también ayuda a identificar, seleccionar y priorizar oportunidades. Una Estrategia 
de Servicio clara contribuye a garantizar que una organización está bien preparada 
para gestionar los costes y riesgos de su cartera de servicios. 
El objetivo de la Estrategia del Servicio es identificar a la competencia y competir 
con ella diferenciándose de los demás y ofreciendo un mejor rendimiento. ITIL 
menciona los siguientes elementos básicos para los proveedores de servicios: 
 
 Enfoque de mercado: Saber dónde y cómo competir. 
 Capacidades distintivas: Crear activos distintivos y rentables, que sean 
apreciados por el negocio. 
 Estructura basada en el rendimiento: Posiciones organizativas factibles y 
medibles, como considerar que los servicios son un activo estratégico que se 




Las cuatro “P” de la estrategia: un proveedor de servicios que sepa cuáles son 
sus objetivos de servicio y comprenda los  factores que diferencian sus productos 
está listo para iniciar el Ciclo de Vida del Servicio.  La Estrategia del Servicio es el 
eje en torno al cual se configura el ciclo. Podemos  empezar por lo que llamamos 
las cuatro “P” (según Mintzberg, 1994): estrategia significa perspectiva, posición, 
plan y patrón. 
 
 Perspectiva: Tener una visión y un enfoque claros. 
 Posición: Adoptar una postura bien definida. 
 Plan: Formarse una idea clara de cómo debe desarrollarse la organización. 
 Patrón: Mantener la coherencia de decisiones y acciones. 
 
La versión 3 de ITIL distingue tres procesos a nivel estratégico: 
 
 Gestión Financiera: es un componente integral de la Gestión del Servicio. 
Anticipa la información de gestión necesaria para garantizar una prestación eficaz 
y rentable del servicio. Una buena Gestión Financiera coloca a la organización en 
posición de llevar una contabilidad responsable de todos los gastos y de aplicarla 
directamente a los servicios.  
 
¿Cómo se puede utilizar la Gestión Financiera para obtener información sobre el 
proceso de creación de valor? La Valoración del Servicio garantiza que toda la 
empresa comprende exactamente qué es lo que se consigue con TI. Para poder 
calcular el valor hay que convertir a funcionalidad y la garantía en una cifra 
monetaria. ITIL define dos conceptos de valor básicos para la Valoración del 
Servicio: el valor de provisión (los costes de producción) y el valor potencial del 
servicio (el componente de valor añadido). 
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Uno de los objetivos de la Gestión Financiera es garantizar la financiación adecuada 
para la provisión y adquisición de servicios. Un plan proporciona la traducción y 
cualificación financieras de la demanda prevista de Servicios de TI. 
ITIL divide la planificación en tres campos principales, cada uno de los cuales 
representa los resultados financieros necesarios para garantizar la transparencia y 
la Valoración del Servicio: 
Planificación operativa y financiera, planificación de la demanda y planificación de 
normas y entorno. Un plan bien diseñado es la mejor garantía de que los datos y 
modelos financieros proporcionarán información precisa sobre el desarrollo de la 
demanda y el suministro de servicios. 
Análisis de la inversión 
El objetivo del análisis de la inversión (Análisis de la Inversión en el Servicio) es 
obtener un valor indicativo de un servicio concreto a partir del valor conseguido y 
los costes incurridos en todo el Ciclo de Vida. 
Contabilidad 
La Gestión Financiera tiende un puente entre la Gestión del Servicio y los sistemas 
Financieros colectivos. Una función de contabilidad orientada a servicios ofrece 
mucha más información sobre la prestación y consumo de servicios, así como datos 
que afectan directamente al proceso de planificación. 
Dinámica de Costes Variables (VCD) 
La Dinámica de Costes Variables (VCD) se centra en analizar y comprender las 
muchas variables que afectan a los costes de servicios. El análisis VCD puede servir 
para estudiar el efecto esperado de eventos como adquisiciones, desinversiones y 
cambios en la Cartera de Servicios o en servicios alternativos. 
Decisiones fundamentales para la Gestión Financiera 
56 
 
Algunos de los conceptos de la Gestión Financiera tienen una influencia 
considerable sobre el desarrollo de la Estrategia del Servicio. ITIL explica varios  
 
 Gestión de la Demanda (DM) es un aspecto esencial de la Gestión del Servicio, ya 
que armoniza la oferta con la demanda. El objetivo de la Gestión de la Demanda es 
predecir con la máxima precisión la compra de productos y regularla en la medida 
de lo posible. 
 
Una demanda mal gestionada supone un riesgo para los proveedores de servicios, 
puesto que un exceso de capacidad puede generar costes que no se verán 
compensados en valor. 
Una capacidad insuficiente, por otro lado, afecta a la calidad de los servicios 
prestados y limita el crecimiento del servicio. Los Acuerdos de Nivel de Servicio 
(SLA), la previsión de la demanda, la planificación y una buena coordinación con el 
cliente pueden reducir la incertidumbre sobre la demanda, pero nunca la eliminarán 
por completo. 
Otro problema de la Gestión del Servicio es la sincronización entre producción y 
consumo. La Operación del Servicio no será posible si no existe demanda por el 
producto que se va a consumir. 
Gestión de la Demanda basada en actividades Los procesos de negocio son la 
principal fuente de demanda de servicios, que se ve afectada por patrones de 
actividades del negocio. Es fundamental estudiar el negocio del cliente para 
identificar, analizar y registrar estos patrones, que pueden servir como una base 
sólida sobre la que crear una estrategia de Gestión de la Capacidad. 
Paquetes de servicios 
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Los servicios esenciales ofrecen al cliente los resultados básicos. Representan el 
valor que el cliente quiere y por el que está dispuesto a pagar. Estos servicios son 
la base de la propuesta de valor para el cliente. Los servicios de soporte hacen 
posible la propuesta de valor (habilitación de servicios o Factores Básicos) o la 
mejoran (mejora de servicios o Factores de Entusiasmo). La combinación de 
servicios esenciales y servicios de soporte es un aspecto básico de una estrategia 
de marketing. Los proveedores de servicios deben llevar a cabo un completo 
análisis de las condiciones principales de su entorno, de las necesidades del 
segmento de clientes o los tipos de clientes a los que dan servicio y de las 
alternativas de que disponen esos clientes. Estas decisiones son estratégicas, ya 
que arrojan la visión a largo plazo que permitirá seguir creando valor para los 
clientes en forma de métodos de negocio, normas, estándares, tecnologías y 
normativas en un sector en continua evolución. La combinación de servicios de 
soporte y servicios esenciales afecta a la producción de servicios y plantea ciertas 
dificultades en las fases de Diseño del Servicio, Transición del Servicio y Mejora 
Continua del Servicio. 
Los paquetes de servicios se crean con uno o más Paquetes del Nivel de Servicio 
(SLP), cada uno de los cuales cubre un nivel concreto de funcionalidad y garantía 
desde la perspectiva de los resultados, los activos y los patrones de actividades del 
negocio (PBA) del cliente. Cada SLP puede servir para uno o más patrones de 
demanda. 
 
 Gestión de la Cartera de Servicios (SPM) es un método que permite gestionar 
todas las inversiones en Gestión del Servicio. El objetivo es crear el máximo valor 
al tiempo que se gestionan los riesgos y los costes. 
 
La Gestión de la Cartera de Servicios comienza con la documentación de los 
servicios Estándar de la organización, y especialmente del Catálogo de Servicios. 
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Para que sea viable económicamente, la cartera debe incluir una combinación 
adecuada de servicios en el flujo de creación y un catálogo. Valor de la Gestión de 
la Cartera de Servicios para el negocio El valor de una estrategia de Cartera de 
Servicios reside en la capacidad de anticipar cambios y de mantener la estrategia y 
la planificación. 
La Gestión de la Cartera de Servicios es un proceso dinámico y continuo que incluye 
los siguientes métodos de trabajo: 
 Definición: Inventario de servicios y casos de negocio y validación de los datos 
de cartera; el carácter cíclico del proceso implica que esta fase no sólo realiza 
un inventario de los servicios, sino que también revalida los datos de forma 
continua. 
 Análisis: Aumento del valor de la cartera, sincronización y definición de 
prioridades y adecuación de la oferta a la demanda; en esta fase se da forma a 
los objetivos estratégicos. 
 Aprobación: Cierre de la cartera propuesta y autorización de servicios y 
recursos; decisiones de cara al futuro. 
 Institución: Comunicación de decisiones, asignación de recursos y 
documentación de servicios. 
 
6.1.5.11 Diseño del servicio 
 
El Diseño del Servicio, que sigue a la Estrategia del Servicio en el Ciclo de vida, se 
ocupa del diseño y desarrollo de servicios y sus procesos relacionados. No afecta 
sólo a los nuevos servicios, sino también a los que han sido modificados. 
Según ITIL, el objetivo principal del Diseño del Servicio es: El diseño de servicios 
nuevos o modificados para su paso a un entorno de producción. 
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Los objetivos del Diseño del Servicio incluyen, entre otros: 
• Contribuir a los objetivos de negocio. 
• Contribuir (en la medida de lo posible) a ahorrar tiempo y dinero. 
• Minimizar o prevenir riesgos. 
• Contribuir a satisfacer las necesidades presentes y futuras del mercado. 
• Evaluar y mejorar la eficacia y la eficiencia de los servicios de TI. 
• Apoyar el desarrollo de políticas y estándares para servicios de TI. 
• Contribuir a mejorar la calidad de los servicios de TI. 
 
El Diseño no es mágico, la realidad es que, respecto a los requisitos iniciales vamos 
aplicando las restricciones necesarias (precio, garantías, valor y ética, términos 
contractuales, patentes, utilidad, limitaciones de capacidad, legislación, limitaciones 
de recursos) hasta dar con una solución posible y satisfactoria. 
• SDP (Paquete de Diseño del Servicio o Service Design Package): detalla todos 
los aspectos y requisitos del servicio durante todo su ciclo de vida, y se traslada a 
la etapa siguiente de Transición del Servicio. Es el output de la fase de Diseño. Se 
produce: 
 
 Para nuevos servicios 
 Para cambios significativos en un servicio existente 
 Para retirar un servicio 
 Para cambios significativos en un proceso 
 
• Las cuatro P´s del Diseño: un buen diseño depende del uso (eficaz y eficiente) de 




 Productos (tecnología) 
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 Partners (suministradores, asociados) 
 
El Diseño del Servicio está relacionado con los siguientes 5 aspectos 
principales: 
 
 Gestión del Portafolio de Servicio: Para que una organización soporte y 
automatice procesos eficientes y dirija todos los aspectos del servicio a través de 
su ciclo de vida, los sistemas de gestión y las herramientas correctas necesitan estar 
puestas en su lugar. El Portafolio de Servicio es uno de los sistemas de gestión 
utilizado para esto, con el fin de describir los servicios del proveedor en términos de 
valor del negocio. 
 
El Catálogo de Servicios es el único recurso que contiene información constante 
sobre todos los servicios del proveedor de servicios. Sólo las personas autorizadas 
deben acceder al catálogo. Este proceso incluye las siguientes actividades: 
 Acuerdo y documentación de una definición del servicio con todas las partes 
relevantes. 
 Interacción con la gestión de la Cartera de Servicios para acordar los contenidos de 
la Cartera de Servicios y el Catálogo de Servicios. 
 Producción y mantenimiento de un Catálogo de Servicios, con contenido preciso y 
vinculación a la Cartera de Servicios. 
 Interacción con la gestión de la continuidad del negocio y de los servicios de TI, 
sobre las dependencias de las unidades de negocio, y sus procesos de negocio, de 
los servicios de TI que los apoyan, que se recogen en el Catálogo de Servicios de 
negocio. 
 Interacción con los equipos de soporte, los proveedores de servicios y la gestión de 
la configuración, sobre relaciones y dependencias entre los servicios de TI y los 




 Interacción con la gestión de relaciones con el negocio y la gestión de niveles de 
servicio para garantizar que la información está alineada con el negocio y sus 
procesos. 
 
 Gestión del Nivel de Servicio: La meta del proceso de Gestión el Nivel de Servicio 
(SLM) es garantizar que se proporciona un nivel acordado de servicio de TI para 
todos los servicios de TI actuales, y que los futuros servicios se entreguen de 
acuerdo a objetivos alcanzables. 
 
SLM representa al proveedor de servicios de TI ante el cliente de negocio y al 
negocio ante el proveedor de servicios de TI. Establece un contacto bidireccional 
que permite discutir los servicios actuales y futuros. SLM debe gestionar las 
expectativas de ambas partes (tanto internas como externas). Por otra parte, SLM 
garantiza que la calidad del servicio entregado cumple las expectativas.  El proceso 
de SLM debe incluir los siguientes elementos: 
 Service Level Agreement (SLA): acuerdo entre el departamento IT y el resto de la 
organización sobre los niveles adecuados de prestación de un servicio. Especifica 
los servicios, los niveles de servicio, las condiciones específicas y las partes 
implicadas. 
 Underpinning Contracts (UC): contrato con un proveedor externo Para proveer 
servicios que den soporte al departamento IT. 
 Operational Level Agreement (OLA): acuerdo similar al UC pero  con 
departamentos internos de la empresa. 
 
 Gestión de la Capacidad: La meta de la Gestión de la Capacidad es garantizar 
que en todas las áreas de TI siempre exista una capacidad de TI justificable en 
términos de coste, y que ésta se corresponda, de manera oportuna en el tiempo, 




La gestión de la capacidad se apoya inicialmente en la Estrategia del Servicio, 
donde las decisiones, análisis de requisitos de negocio y resultados del cliente, 
influyen en el desarrollo de patrones de actividad de negocio (PBAs), líneas de 
servicio (LOS) y paquetes de nivel de servicio (SLPs). Esto proporciona los 
indicadores de capacidad, predictivos y continuados, necesarios para alinear 
capacidad y demanda. 
Los factores que controlan este proceso son los requisitos del cliente estipulados en 
el SLA. La Gestión de la Capacidad afecta a la totalidad del entorno de TI y del 
cliente, por lo que puede hacer frente de forma rentable a requisitos actuales y 
futuros de capacidad y rendimiento. La gestión de grandes infraestructuras de TI es 
una tarea dura y exigente, especialmente cuando aumentan la capacidad de TI y la 
inversión necesaria. Una buena planificación es vital para lograr economías de 
escala (por ejemplo, cuando se compran componentes). 
Gestión de la Capacidad debería tener una relación de entrada en la Cartera de 
Servicios y los procesos de aprovisionamiento al objeto de garantizar la mejor 
negociación para los proveedores de servicios de TI. Gestión de la Capacidad 
proporciona la información necesaria de utilización, actual y planificada, de los 
recursos de componentes individuales, lo que permite a las organizaciones tomar 
decisiones sobre una base consistente: 
 Qué componentes actualizar. 
 Cuándo actualizarlos. 
 Cuánto costará la actualización. 
 
Gestión de la Capacidad tiene una estrecha relación, en ambos sentidos, con la 
Estrategia del Servicio, ya que ésta se basa en planes de la organización que a su 
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vez tienen su origen en la estrategia. En otras palabras: para ser eficaz tiene que 
comprender los planes de la organización a corto, medio y largo plazo. 
Gestión de la Capacidad tiene la responsabilidad de planificar y programar en el 
tiempo recursos de TI, para proporcionar un nivel de servicio consistente, que 
responda a las necesidades actuales y futuras del cliente. Gestión de la Capacidad, 
basándose en consultas al cliente, genera un plan de capacidad. En este plan se 
especifican los recursos de TI y financieros necesarios para dar soporte al negocio, 
y se incluye una justificación de costes. 
El proceso de gestión de la capacidad implica encontrar un equilibrio de costes 
frente a recursos necesarios, y de suministro frente a demanda. 
La Gestión de la Capacidad es un proceso extremadamente técnico, complejo y 
exigente que incluye tres subprocesos: 
 Gestión de la Capacidad del Negocio: traduce necesidades y planes del negocio 
a requisitos de servicio e infraestructura TI. 
 Gestión de la Capacidad del Servicio: se centra en la predicción, gestión y control 
del rendimiento y capacidad global del servicio (a nivel de uso del servicio y carga 
de trabajo). 
 Gestión de la Capacidad de los Componentes: se centra en la predicción, gestión 
y control del rendimiento, utilización y capacidad individual de los componentes 
tecnológicos. 
 
Las actividades básicas de la Gestión de la Capacidad son: 
 Gestión del rendimiento y reporting: Monitorizar el uso y rendimiento de los 
recursos (frente al SLA), Optimizar el uso de los recursos, Análisis de tendencias, 
Asignación óptima de carga de trabajo en toda la infraestructura, Evaluar nuevas 




 Mantenimiento del Plan de Capacidad: Es el producto principal de este proceso. 
Debe actualizarse regularmente, como mínimo cada año por el Gestor de 
Capacidad en entornos muy estables. Documenta los niveles actuales de uso de 
recursos, y pronostica los futuros, debería incluir al menos los siguientes apartados: 
Escenarios de negocio previstos, ahora y en los próximos meses, y suposiciones, 
Para cada servicio, un perfil del servicio – uso de recursos, de red, de memoria, etc. 
Modelo de costes, de proporcionar los servicios actuales, los futuros, y las posibles 
opciones de mejora. 
 
 Predicciones: Modelado: Técnica para predecir el comportamiento de los sistemas 
ante un volumen y variedad de trabajo determinados. ¿Qué pasaría si…?, Análisis 
de tendencias, Modelado analítico, utilización de técnicas matemáticas como teoría 
de colas y Simulación para eventos puntuales, por ejemplo número de 
transacciones para una configuración de HW determinada. Pruebas de stress. 
 
 Dimensionamiento de una aplicación (Sizing): Técnica para estimar los 
requisitos de recursos del sistema para soportar un cambio propuesto, Se suele 
realizar sólo al inicio o ante grandes cambios y es basado en la funcionalidad 
requerida y en el nivel de servicio acordado. 
 
 Gestión de la Disponibilidad: La meta de la gestión de la disponibilidad es 
garantizar que los niveles de disponibilidad que se entregan en todos los servicios, 
cumplen o superan las necesidades actuales y futuras acordadas con el negocio, 
de manera eficiente en costes. 
 
La gestión de la disponibilidad incluye el diseño, la implementación, la medición, la 
gestión y la mejora de la disponibilidad de los servicios de TI y de los componentes. 
Debe entender los requisitos de disponibilidad de los servicios y componentes 
desde una perspectiva de negocio, en términos de: 
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 Procesos de negocio actuales (su operación y requisitos). 
 Planes y requisitos futuros de negocio. 
 Objetivos de servicio y operación y entrega de los servicios existentes. 
 Infraestructura de TI, datos, aplicaciones y entorno (incluyendo el rendimiento). 
 Impacto y prioridades del negocio en relación a los servicios y su utilización. 
 
La información sobre estos temas hace que este proceso permita diseñar y entregar 
todos los servicios según los objetivos de disponibilidad acordados. La Gestión de 
la Disponibilidad debe formar parte de todos los servicios operativos y de soporte, 
ya sean nuevos o modificados. Cubre todos los aspectos del servicio que afectan a 
la disponibilidad, como formación, competencias, procedimientos y herramientas. 
La Gestión de la Disponibilidad monitoriza, mide, analiza y comunica los siguientes 
aspectos: 
 Disponibilidad: La capacidad de un servicio, sistema o componente, para 
desempeñar su función requerida cuando es requerido. 
 Fiabilidad: El intervalo de tiempo en el que un servicio, sistema o componente, 
puede funcionar sin interrupción. 
 Capacidad de mantenimiento: La rapidez y eficacia con que se puede restaurar, 
después de un fallo, un servicio, sistema, o componente, a su estado normal de 
funcionamiento. 
 Capacidad de servicio: La capacidad de un proveedor externo de servicios de TI 
para cumplir los términos contractuales. 
 
 Gestión de la Continuidad del Servicio de TI: La meta de la Gestión de la 
Continuidad del Servicio de TI (ITSCM) es dar soporte al proceso global de 
continuidad del negocio, garantizando que todas las instalaciones técnicas y de 
servicios de TI necesarias (incluyendo sistemas informáticos, redes, aplicaciones, 
repositorios de datos, telecomunicaciones, entornos, Soporte técnico y Centro de 
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Servicio al Usuario, etc.) puedan volver a funcionar en los plazos de tiempo 
requeridos y acordados con el negocio. 
 
Se centra en aquellos sucesos que el negocio pueda considerar como desastres 
(catástrofes), mientras que el proceso de Gestión de Incidencias se ocupa de 
hechos menos significativos. ITSCM hace especial hincapié en los activos y 
configuraciones de TI que dan soporte a procesos de negocio. Si una catástrofe 
obliga a pasar a un entorno de trabajo alternativo, el proceso cubre también 
espacios para oficinas, puestos para personal e instalaciones telefónicas, por 
ejemplo. 
Desempeña un papel crucial en el apoyo al proceso de planificación de la 
continuidad del negocio. Las organizaciones la utilizan frecuentemente para 
concienciar sobre los requisitos de continuidad y recuperación y para justificar su 
decisión de implementar el proceso de planificación de la continuidad del negocio 
(incluyendo planes). 
 
Este proceso maneja dos tipos de objetivos: 
 Reactivos: Garantizar la pronta recuperación de los servicios (críticos) TI tras un 
desastre. 
 Proactivos: Establecer políticas y procedimientos que eviten, en la medida de lo 
posible, las perniciosas consecuencias de un desastre o causa de fuerza mayor. 
 
Y abarca dos tipos de desastres: 
 Los “clásicos”: incendio, robo, inundación… 
 Los puramente IT: virus, ataques, pérdida de datos… Más previsibles, más 




 Gestión de la Seguridad de la Información: La meta de la Gestión de la Seguridad 
de la Información es alinear la seguridad de TI con la del negocio y garantizar una 
gestión eficaz de la seguridad de la información en todos los servicios y actividades 
de Gestión del Servicio. 
 
La Gestión de la Seguridad de la Información debe cubrir toda la información de TI 
y del negocio. Entre otras cosas, esto incluye:  La política y los planes actuales y 
futuros de seguridad del negocio, Los requisitos de seguridad, Los requisitos 
legales, Las obligaciones y las responsabilidades y Los riesgos para TI y el negocio 
(y su gestión). 
Esto permite al proceso gestionar de manera eficiente los aspectos de seguridad, 
actuales y futuros, del negocio. El proceso de Gestión de la Seguridad de la 
Información debería incluir los siguientes elementos: Elaboración, mantenimiento, 
distribución y fortalecimiento de una política de seguridad de la información, 
Entendimiento de los requisitos de seguridad, actuales y futuros, del negocio, que 
se hayan acordado, Implementación (y documentación) de controles que faciliten la 
política de seguridad de la información y gestionen riesgos, Gestión de proveedores 
de servicios de TI y de contratos, en lo referente a acceso al sistema y a los servicios 
y Mejora proactiva de los sistemas de control de la seguridad. 
La Gestión de la Seguridad de la Información garantiza que la política sobre 
seguridad de la información cumple la política general de la empresa sobre 
seguridad y los requisitos de gobierno corporativo. Genera un proceso de 
concienciación interna sobre la necesidad de seguridad en los servicios y activos. 
La alta dirección es responsable de la información de la empresa y está asignada 
para dar respuesta a cualquier asunto que afecte a su protección. El comité de 
dirección debería considerar la seguridad de la información como una parte integral 
del gobierno corporativo. En este sentido, todos los proveedores de servicios de TI 
deben garantizar el establecimiento de una política bien definida de gestión de la 
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seguridad de la información, al objeto de monitorizar y fortalecer las políticas de 
seguridad corporativas. 
 Gestión de Proveedores: La meta del proceso de Gestión de Proveedores es 
gestionar a los suministradores y los servicios que proporcionan, con el fin de 
conseguir una calidad consistente de los servicios de TI al negocio, garantizando un 
precio adecuado. 
Se ocupa de la gestión de todos los suministradores y contratos necesarios como 
apoyo a los servicios de TI que recibe el negocio. 
Cuanto mayor sea la contribución de un proveedor, más esfuerzo deberá hacer el 
proveedor de servicios para gestionar su relación con él y mayor deberá ser su 
participación en el desarrollo e implementación de la estrategia. Cuanto menor sea 
la contribución de valor del suministrador, más probable será que la relación se 
gestione principalmente a un nivel operativo. El proceso debería incluir los 
siguientes aspectos: 
 Implementación y fortalecimiento de la política de proveedores. 
 Mantenimiento de una base de datos de proveedores y contratos (SCD). 
 Categorización de suministradores y contratos, y evaluación del riesgo. 
 Evaluación de contratos y proveedores. 
 Desarrollo, negociación y acuerdo de contratos. 
 Revisión, renovación y terminación de contratos. 
 
Uno de los objetivos más importantes es obtener una buena relación valor-precio 
de suministradores y contratos, y garantizar que todos los objetivos particulares de 
los contratos y acuerdos de soporte con suministradores se ajusten a las 
necesidades de negocio y a los objetivos específicos de los SLA. Con esto se 
garantiza la provisión consistente, extremo a extremo, de servicios de TI de calidad, 
alineados con las expectativas del negocio. El proceso de Gestión de 
Suministradores debe estar alineado con todos los requisitos corporativos y con los 
69 
 
requisitos de todos los procesos de TI y de gestión de servicios, y en particular con 
los de la Gestión de la Seguridad de la Información e ITSCM. 
 
6.1.5.12 Transición de Servicio 
 
Es una guía para la planificación y gestión de recursos requeridos para establecer 
con éxito un servicio nuevo o cambiado en el entorno de producción dentro de coste, 
calidad y tiempo estimado. 
 Sus principales objetivos se resumen en: 
 
 Supervisar y dar soporte a todo el proceso de cambio del nuevo (o modificado) 
servicio. 
 
 Garantizar que los nuevos servicios cumplen los requisitos y estándares de calidad 
estipulados en las fases de Estrategia y la de Diseño. 
 
 Minimizar los riesgos intrínsecos asociados al cambio reduciendo el posible impacto 
sobre los servicios ya existentes. 
 
 Mejorar la satisfacción del cliente respecto a los servicios prestados. 
 
 Comunicar el cambio a todos los agentes implicados. 
 
 Para cumplir adecuadamente estos objetivos es necesario que durante la fase de 
Transición del Servicio: 
 




 Se creen los entornos de pruebas y preproducción necesarios. 
 
 Se realicen todas las pruebas necesarias para asegurar la adecuación del nuevo 
servicio a los requisitos predefinidos. 
 
 Se establezcan planes de roll-out (despliegue) y roll-back (retorno a la última versión 
estable). 
 
 Se cierre el proceso de cambio con una detallada revisión post-implementación. 
 
 Como resultado de una correcta Transición del Servicio: 
 
 Los clientes disponen de servicios mejor alineados con sus necesidades de negocio. 
 
 La implementación de nuevos servicios es más eficiente. 
 
 Los servicios responden mejor a los cambios del mercado y a los requisitos de los 
clientes. 
 
 Se controlan los riesgos y se dispone de planes de contingencia que eviten una 
degradación prolongada del servicio. 
 
 Se mantienen correctamente actualizadas las bases de datos de configuración y 
activos del servicio. 
 
 Se dispone de una Base de Conocimiento actualizada a disposición del personal 




Las principales funciones y procesos asociados directamente a la Fase de 
Transición del Servicio son: 
 
 Planificación y Soporte de la Transición: Una vez definida una estrategia general 
y acordadas desde la fase de Diseño las especificaciones sobre cómo se van a 
prestar los servicios, hay que ponerse manos a la obra. La Planificación y Soporte 
de la Transición es la encargada de coordinar los recursos de la organización TI 
para poner en marcha el servicio en el tiempo, calidad y coste definidos 
previamente. 
 
El principal cometido de este proceso consiste, en coordinar y planificar los recursos 
necesarios para desplegar una nueva versión del servicio en el tiempo, coste y 
calidad requeridos en las especificaciones.  
Para ello debe asegurarse de que todas las partes implicadas adoptan una 
metodología de trabajo común, proporcionando un plan de transición capaz de 
alinear el cambio con las necesidades del cliente.  
Una correcta Planificación de la Transición trae consigo importantes ventajas que 
aportan valor al negocio: 
 Incrementa la capacidad de la organización para manejar de forma simultánea un 
gran volumen de cambios y versiones. 
 El servicio prestado está mejor alineado con los requisitos del cliente y los 
proveedores, e incluso con la propia estrategia interna de la organización. 
 Al existir un cronograma general del que todos los procesos tienen conocimiento, 
se minimizan los tiempos muertos y por tanto los retrasos.  
 
Esto incluye la definición de los entregables (contenido, plazos, niveles de calidad), 
así como los flujos de trabajo y los actores involucrados en la prestación del servicio, 
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los protocolos de control de la calidad, test de pruebas, mecanismos de 
monitorización, reportes, etc.  
Las principales actividades de la Planificación y Soporte a la Transición se 
resumen en: 
 Estrategia: Políticas generales, Metodología, Actores implicados (instituciones, 
proveedores, etc.), y Requisitos internos y externos a tener en cuenta. 
 
 Tipos de entregas: Preparación, Revisión de la documentación, Comprobación de 
los elementos de configuración, Identificación de los cambios de que consta la 
transición, Planificación, Definición de fases y plazos, Asignación de recursos y 
Establecimiento de SACs. 
 
 Gestión de Cambios: Asegura la utilización de procedimientos estandarizados 
para la gestión eficiente de todos los cambios, para minimizar su impacto en la 
calidad del servicio y mejorar la operación diaria de la organización. 
Un elevado porcentaje de problemas en IT provienen de cambios mal implantados”, 
lanzar una gestión de cambios probablemente mejorará la operativa general del 
servicio. 
El principal objetivo de la Gestión de Cambios es la evaluación y planificación del 
proceso de cambio para asegurar que, si éste se lleva a cabo, se haga de la forma 
más eficiente, siguiendo los procedimientos establecidos y asegurando en todo 
momento la calidad y continuidad del servicio TI. 
La Gestión de Cambios debe trabajar para asegurar que los cambios: Están 
justificados, se llevan a cabo sin perjuicio de la calidad del servicio TI, están 
convenientemente registrados, clasificados y documentados, han sido 
cuidadosamente testeados en un entorno de prueba, se ven reflejados en la CMDB 
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y pueden deshacerse mediante planes de "retirada del cambio" (back-outs) en caso 
de un incorrecto funcionamiento tras su implementación. 
Los Tipos de cambio son:  
 Normal: cambios que siguen el proceso de forma normal. Ej. Actualización a 
Windows 7 para todos los portátiles de la compañía. 
 Estándar: pre-aprobados por la Gestión de Cambios. Ej. Actualizaciones PC, 
cambio en política de firewall. 
 Emergencia: han de ser diseñados cuidadosamente y probados para evitar que el 
propio cambio tenga mayor impacto negativo que la propia incidencia. Ej. 
Actualización de firmware de la cabina de almacenamiento que ha dejado de 
funcionar. 
 
Las principales actividades de la Gestión de Cambios se resumen en: Registrar, 
evaluar y aceptar o rechazar las RFCs recibidas, planificación e implementación del 
cambio, convocar reuniones del CAB, excepto en el caso de cambios menores, para 
la aprobación de las RFCs y la elaboración del FSC y evaluar los resultados del 
cambio y proceder a su cierre en caso de éxito. 
 Gestión de la Configuración y Activos del Servicio: Proceso que se encarga de 
definir y controlar los componentes de servicios y de la infraestructura, y mantener 
la información exacta y precisa de la configuración (el estado histórico, planificado 
y actual de los servicios e infraestructura). 
 
Proporciona información precisa y fiable al resto de la organización de todos los 
elementos que configuran la infraestructura IT. 
Mantiene actualizada la CMDB (Configuration Management DataBase) mediante: 
 Registro actualizado de todos los CIs : identificación, tipo, ubicación, estado... 
 Interrelación entre los CIs. 
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 Servicios que ofrecen los diferentes CIs. 
 
Sirve de apoyo a los otros procesos, en particular, a la Gestión de Incidencias, 
Problemas y Cambios. 
Todos los activos que se utilizan durante el Ciclo de Vida del Servicio están incluidos 
en el ámbito de la Gestión de Activos. El proceso ofrece una imagen completa de 
todos los activos e indica quién es responsable del control y el mantenimiento de 
dichos activos. 
La Gestión de la Configuración garantiza que todos los componentes (elementos de 
configuración) que forman parte del producto o servicio están identificados, tienen 
una línea base de referencia (la configuración) y se mantienen actualizados. Se 
encarga de asegurar que las entregas en entornos controlados y en uso operativo, 
estén basadas en aprobaciones formales. El proceso proporciona también un 
modelo lógico de todos los servicios, los activos, la infraestructura física y las 
relaciones mutuas. 
 
Puntos clave en el proceso: 
 Mantiene los Elementos de Configuración (CIs Configuration Items): todos los 
componentes a gestionar por el departamento IT para entregar los servicios (un 
módem, una aplicación, una base de datos, un Plan de Contingencia…) 
 Mantiene la CMDB: Configuration Management Data Base que proporciona: 
Información detallada de los CIs, Interrelaciones entre ellos, Realiza el control de 
CIs desde que se planea su adquisición hasta su retirada. 
 
 Gestión de Entregas y Despliegues: Proceso cuyo objetivo es proteger el entorno 
productivo, teniendo en cuenta de forma global todos los aspectos técnicos y no 




Gestión de Lanzamientos es la encargada de la implementación y control de calidad 
de todo el software y hardware instalado en el entorno de producción Su foco es 
proteger el entorno productivo, para que cualquier elemento de software o hardware 
que pase a formar de él hay sido suficientemente probado y se trate de la versión 
correcta en el momento adecuado. Se encarga de: 
 Establecer planes de versión y de despliegue 
 Permitir la construcción, pruebas y despliegue del paquete de versión o release 
 Transferir el conocimiento a clientes, usuarios y equipo interno (este sería un 
ejemplo de aspecto “no técnico”) 
 En general, minimizar el impacto de lo no previsto. 
 
Las principales actividades de la Gestión de Entregas y Despliegues se resumen 
en: establecer una política de planificación para la implementación de nuevas 
versiones, desarrollar o adquirir de terceros las nuevas versiones, Implementar las 
nuevas versiones en el entorno de producción, llevar a cabo los planes de back-out 
o retirada de la nueva versión si esto fuera necesario, actualizar la DML, el DS y la 
CMDB y Comunicar y formar a los clientes y usuarios sobre las funcionalidades de 
la nueva versión. 
 Validación y Pruebas del Servicio: Las pruebas del servicio realizan una 
contribución importante a la calidad de la provisión de servicios de TI. Las pruebas 
garantizan que los servicios nuevos o modificados están “ajustados al propósito” y 
“ajustados al uso”. 
 
Para cumplir este cometido, la Validación y Pruebas del Servicio se encarga de: 
 Diseñar y mantener un entorno de pruebas, es decir, una réplica exacta del 
escenario en el que el servicio desarrolla su actividad. 
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 Conocer a fondo las funcionalidades del servicio y mantener listados 
actualizados de todos los casos de uso para poder hacer chequeos 
completos. 
 Conocer a fondo los requisitos de calidad del servicio acordados con el 
cliente para poder garantizar que las nuevas versiones los cumplen. 
 Planificar y llevar a cabo un calendario de pruebas que cubra todas las 
funcionalidades registradas para el servicio. 
 
El proceso de Validación y Pruebas del Servicio se ejecuta durante todo el Ciclo de 
Vida del Servicio con el fin de probar la calidad del servicio. También verifica que el 
proveedor del servicio tiene la capacidad y los recursos necesarios para ofrecer con 
éxito un servicio o una versión del servicio. 
Las principales actividades de la Validación y Pruebas del Servicio se resumen en: 
Validación de paquetes de servicios, ofertas y contratos. Definición del modelo de 
pruebas, la planificación y los protocolos de testeo, construcción del escenario de 
pruebas y acceso a los elementos a probar, pruebas de las nuevas versiones en un 
entorno idéntico al entorno real de desarrollo del servicio nuevo o mejorado, 
aceptación de los datos y elaboración de informes de resultados que registren los 
errores, de haberse producido y Limpieza del entorno de pruebas y cierre del 
proceso. 
 
 Evaluación: Es un proceso genérico con el que se considera si algo tiene un 
rendimiento aceptable, si su relación valor-precio es adecuada, etc., o si se utilizará, 
aceptará o se pagará por ello, etc. 
 
El objetivo del proceso de evaluación de ITIL es determinar el rendimiento de un 




Las actividades de la Evaluación se resumen en:  planificación de la evaluación, que 
consiste en analizar los efectos, tanto previstos como imprevistos, de la puesta en 
marcha de un cambio o nuevo servicio, evaluación del rendimiento previsto, se 
realiza antes de implementar el cambio y consiste en predecir los efectos que éste 
tendrá una vez esté operativo y evaluación del rendimiento real. Se realiza una vez 
el cambio ha sido ya implementado, y consiste en analizar los efectos que ha 
provocado su puesta en marcha. 
El propósito de la Evaluación es, como se ha dicho, analizar el impacto de un cambio 
en el servicio con el fin de recabar toda la información relevante para tomar una 
decisión respecto a la implantación del mismo.  
Con el fin de predecir el impacto de un cambio, la Evaluación considerará los 
siguientes factores:  
 Capacidad del proveedor de Servicios (S). La capacidad de un proveedor o de una 
unidad de servicio para desempeñar su trabajo. 
 Tolerancia (T). La capacidad que tiene el servicio para absorber cambios. 
 Configuración de la Organización (O). La capacidad que tiene la organización TI 
para absorber cambios. 
 Recursos (R). Disponibilidad de la necesaria infraestructura, personal cualificado, 
fondos económicos, etc. para llevar a cabo la transición. 
 Modelado y medidas (M). Grado en que las predicciones formuladas a partir del 
modelo de rendimiento coinciden con el comportamiento real del servicio 
modificado. 
 Personas (P). Las personas dentro del sistema y el efecto del cambio en ellas. 
 Uso (U). Grado en que el servicio cumple con las expectativas de uso (p.ej. 
disponibilidad, capacidad, seguridad, etc.) 




 Gestión del Conocimiento: Proceso cuyo objetivo es asegurar que se entrega la 
información adecuada a la persona adecuada en el momento adecuado – mejorar 
la calidad de las decisiones. 
 
La Gestión del Conocimiento es especialmente importante durante la Transición del 
Servicio, ya que, el conocimiento adecuado y relevante, es uno de los elementos 
claves del servicio en transición. Algunos ejemplos de aplicación de la Gestión del 
Conocimiento durante la Transición del Servicio son los siguientes: 
 Formación y transferencia de conocimiento, propiedad intelectual, información 
sobre conformidad y estándares. 
 Documentación de errores, soluciones provisionales e información de pruebas. 
 
La Gestión del Conocimiento contribuye a mejorar la calidad de las decisiones que 
se adoptan en una organización, al garantizar que aquellos a quien corresponde 
tomarlas disponen de información segura y fiable. 
Las principales actividades de la Gestión del Conocimiento se resumen en: Definir 
una estrategia de Gestión del Conocimiento y difundirla a toda la organización TI, 
ayudar a la transferencia de conocimiento entre personas, equipos y 
departamentos, gestionar la información y los datos para garantizar su calidad y 
utilidad y uso del SKMS. 
 
6.1.5.13 Operación de Servicio. 
 
Coordinar y realizar las actividades y procesos necesarios para proporcionar los 
servicios a los clientes y usuarios a los niveles acordados 
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La fase de Operación del Servicio es, sin duda, la más crítica entre todas. La 
percepción que los clientes y usuarios tengan de la calidad de los servicios 
prestados depende en última instancia de una correcta organización y coordinación 
de todos los agentes involucrados. 
Todas las otras fases del Ciclo de Vida del Servicio tienen como objetivo último que 
los servicios sean correctamente prestados aportando el valor y la utilidad requerida 
por el cliente con los niveles de calidad acordados. Es evidente que de nada sirve 
una correcta estrategia, diseño y transición del servicio si falla la “entrega”. 
 Los principales procesos asociados directamente a la Fase de Operación del 
Servicio son: 
 
 Gestión de Eventos: Proceso que se encarga de monitorizar todos los eventos que 
ocurren en la infraestructura IT para detectar y escalar excepciones y errores. 
 
La gestión de eventos se puede aplicar a cualquiera de los aspectos de la Gestión 
del Servicio que se deba controlar y se pueda automatizar, como por ejemplo: 
elementos de configuración, seguridad, monitorización de licencias y condiciones 
ambientales (i.e.: detección de humos e incendios) 
 
Existen muchos tipos de eventos diferentes, como: 
 Eventos que indican una operación normal, como el acceso de un usuario a una 
aplicación para utilizarla. 
 Eventos que indican una excepción, como un usuario que intenta acceder a una 
aplicación con una contraseña incorrecta o un análisis de ordenador que detecta la 
instalación de software no autorizado. 
 Eventos que señalan una operación inusual, pero no excepcional; esto puede 
indicar que la situación requiere un mayor nivel de supervisión (por ejemplo, cuando 
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el uso de la memoria de un servidor está a menos del 5% de su máximo nivel 
aceptable). 
 
Las actividades de la Gestión de Eventos son: Aparición de eventos. El proceso se 
inicia cuando ocurre el suceso, ya sea detectado o no, notificación de eventos. El 
evento es notificado al equipo o responsable de gestión, detección y filtrado de 
eventos. La notificación llega a un agente o herramienta de gestión que la lee e 
interpreta el suceso con el fin de determinar si merece mayor atención o no, 
clasificación de eventos. Se le asigna una categoría y un nivel de prioridad, 
correlación. Se analiza si existen eventos similares, así como la importancia del 
evento en sí mismo y se decide si es necesario tomar medidas, disparadores. Se 
ponen en marcha los mecanismos necesarios para dar respuesta al evento, 
opciones de respuesta. Se eligen las soluciones a adoptar, revisión de acciones y 
cierre. Se revisan las excepciones o eventos importantes para determinar si se han 
tratado correctamente. Se cierra el proceso de Gestión de Eventos. 
 Gestión de Incidencias: El proceso de Gestión de Incidencias cubre todo tipo de 
incidencias, ya sean fallos, preguntas o consultas planteadas por usuarios 
(generalmente con una llamada al Centro de Servicio al Usuario) personal técnico 
o bien detectadas automáticamente por herramientas de monitorización de eventos. 
Su objetivo es restaurar la operación normal del servicio IT lo más rápidamente 
posible, minimizando el impacto adverso en el negocio. 
 
La Gestión de Incidencias cubre cualquier evento que interrumpa o pueda 
interrumpir un servicio. Esto significa que incluye eventos comunicados 
directamente por los usuarios, ya sea a través del Centro de Servicio al Usuario o 
con las diversas herramientas disponibles. 
También el personal técnico puede comunicar o registrar incidencias, aunque eso 
no significa que todos los eventos sean incidencias. 
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Tanto las incidencias como las peticiones de servicio se comunican al Centro de 
Servicio al Usuario, pero no son iguales. Las peticiones de servicio no representan 
interferencias para el servicio, sino solicitudes de soporte, entrega, información, 
consejo o documentación por parte de los usuarios. 
Es frecuente que existan múltiples incidencias concurrentes, por lo que es necesario 
determinar un nivel de prioridad para la resolución de las mismas.  
La priorización se basa esencialmente en dos parámetros: 
 Impacto: determina la importancia de la incidencia dependiendo de cómo ésta afecta 
a los procesos de negocio y/o del número de usuarios afectados. 
 Urgencia: depende del tiempo máximo de demora que acepte el cliente para la 
resolución de la incidencia y/o el nivel de servicio acordado en el SLA. 
 
Es frecuente que el Centro de Servicios no se vea capaz de resolver en primera 
instancia un incidente y para ello deba recurrir a un especialista o a algún superior 
que pueda tomar decisiones que se escapan de su responsabilidad. A este proceso 
se le denomina escalado.  
Básicamente hay dos tipos de escalado: 
 Escalado funcional: Se requiere el apoyo de un especialista de más alto nivel para 
resolver la incidencia. 
 Escalado jerárquico: Debemos acudir a un responsable de mayor autoridad para 
tomar decisiones que se escapan de las atribuciones asignadas a ese nivel, como, 







La ilustración numero 10  representa el proceso de escalamiento: 
Ilustración 9. Proceso de escalamiento de incidencias. 
 
 
                                          Fuente: elaboración propia 
 
Las actividades de la Gestión de incidentes son: Registro, Clasificación, Análisis, 
Resolución y Cierre. 
 Gestión de Peticiones: ITIL utiliza el término “petición de servicio” a modo de 
descripción general para las diversas solicitudes que los usuarios plantean al 
departamento de TI. 
 
Una petición de servicio es una solicitud de información, asesoramiento, cambio 
Estándar o acceso a un servicio por parte de un usuario. 
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El proceso de gestión de peticiones varía en función de naturaleza de las peticiones 
en la mayor parte de los casos, el proceso se puede dividir en una serie de 
actividades que hay que realizar. Algunas incidencias consideran las peticiones de 
servicio como un tipo especial de incidencia, aunque hay una diferencia importante 
entre incidencia y petición de servicio: una incidencia suele ser un evento no 
planificado, mientras que una petición de servicio tiende a ser algo que se puede y 
se debe planificar. 
Petición de servicio engloba muchos tipos de solicitudes que reciben los Service 
Desk a diario, normalmente cambios estándar.  
Las peticiones de servicio se caracterizan por: bajo riesgo, bajo coste y ocurrencia 
frecuente, simplifica el acceso a servicios existentes, aumentando el nivel de control 
sobre ellos. Constituye un canal para solicitar y recibir servicios estándar. 
Las actividades incluidas en el proceso de Gestión de Peticiones son:  Selección de 
peticiones, los usuarios, a través de las herramientas destinadas a tal fin por la 
Gestión de Peticiones, emiten sus peticiones conforme a una serie de tipologías 
predefinidas, aprobación financiera de la petición. Dado que la mayoría de 
peticiones tienen implicaciones financieras, se considera su coste y se decide si 
tramitar la petición o no, tramitación. La petición es cursada por la persona o 
personas adecuadas según cada caso, cierre, tras notificar al Centro de Servicios y 
comprobar desde aquél que el usuario ha quedado conforme con la gestión se 
procede a cerrarla.  
 Gestión de Problemas: La Gestión de Problemas se ocupa de controlar el Ciclo de 
Vida de todos los problemas. 
 
El principal objetivo de la Gestión de Problemas es prevenir problemas e 
incidencias, eliminar la repetición de incidencias y minimizar el impacto de las 
incidencias que no se puedan evitar. 
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Incluye todas las actividades necesarias para diagnosticar la causa subyacente de 
incidencias y encontrar una solución a esos problemas. También debe garantizar 
que la solución se implementa con los procedimientos de control correctos; en otras 
palabras, con Gestión de Cambios y Gestión de Versiones. 
 
La gestión de problemas se divide en dos subprocesos: 
• Control de problemas: Convertir Problemas en Errores Conocidos identificando la 
causa subyacente del problema e identificando una solución temporal, es decir, 
transformar problemas en errores conocidos 
• Control de errores: Comprende la monitorización y la gestión de los errores 
conocidos hasta que son resueltos con éxito, para ello se elevan RFC al proceso de 
Gestión de Cambios y se evalúan los cambios a través de PIR .Los problemas, 
errores conocidos y RFC no se cierran hasta que esté implementado el cambio y 
por tanto la resolución estructural del problema. 
 
Las principales actividades de la Gestión de Problemas son:  Control de Problemas: 
se encarga de registrar y clasificar los problemas para determinar sus causas y 
convertirlos en errores conocidos, Control de Errores: registra los errores conocidos 
y propone soluciones a los mismos mediante RFCs que son enviadas a la Gestión 
de Cambios. Asimismo efectúa la Revisión Post Implementación de los mismos en 
estrecha colaboración con la Gestión de Cambios.  
 Gestión de Accesos: Garantiza a los usuarios autorizados el derecho a utilizar un 
servicio, impidiendo su acceso a los usuarios no autorizados; es decir: ejecuta las 
políticas definidas en “Gestión de seguridad”.  Se puede iniciar a partir de una 




Las actividades de la Gestión de Acceso a los Servicios TI incluyen:  Petición de 
acceso, que puede llegar por distintas vías como el departamento de RRHH, una 
solicitud de cambio, una instrucción autorizada, verificación. Se comprueba la 
identidad del usuario que solicita el acceso, así como de aquellos que lo autorizan. 
También se examina si los motivos para otorgar el acceso son pertinentes, 
monitorización de identidad. Los cambios en la asignación de permisos suelen estar 
asociados a un cambio de estatus dentro de la organización: ascensos, despidos, 
jubilaciones, registro y monitorización de accesos. La Gestión de Accesos es 
responsable de asegurar que los permisos que ha otorgado se están usando 
apropiadamente, eliminación y restricción de derechos. En algunos casos, los 




Revisa y analiza todas las fases del ciclo de vida de los servicios para hacer 
recomendaciones de mejora, Trata de conseguir la alineación y realineación 
continua de los servicios TI según los cambios de las necesidades del negocio a 
través de la identificación e implementación de mejoras de servicios TI Contempla 
la búsqueda de maneras de mejorar la eficacia y eficiencia de procesos y la eficacia 
de los costes (Actividades para mejorar la calidad del servicio, Propuestas para 
reducir costes, Pasos inútiles o superfluos que se podrían eliminar, Rediseño de 
servicios para hacerlos más efectivos, Etc), Contempla dos modelos: el modelo CSI 
y el modelo de mejora continua de “Los 7 pasos” 
El ciclo PDCA: Planificar (Plan), Hacer (Do), Verificar (Check) y Actuar (Act), 
también conocido como ciclo de Deming en honor a su creador, Edwards Deming, 
constituye la columna vertebral de todos los procesos de mejora continua: 




 Hacer: implementar la visión preestablecida. 
 
 Verificar: comprobar que se alcanzan los objetivos previstos con los recursos 
asignados. 
 
 Actuar: analizar y corregir las desviaciones detectadas así como proponer mejoras 
a los procesos utilizados. 
 





Es indispensable que la organización TI defina una serie de métricas que permitan 
determinar si se han alcanzado los objetivos propuestos así como la calidad y 
rendimiento de los procesos y tareas involucrados. 
 Tecnológicas: que miden la capacidad, disponibilidad y rendimiento de las 
infraestructuras y aplicaciones. 





 De servicios: que evalúan los servicios ofrecidos en términos de sus componentes 
individuales. 
 
El proceso de Mejora Continua requiere de una serie de metas y objetivos que 
determinen la dirección de avance y sirvan de pilares para el resto de las actividades 
involucradas en el mismo. 
 Los principales procesos asociados directamente a la fase de Mejora del Servicio 
son: 
 
 Proceso de Mejora de CSI: El proceso de mejora de CSI o proceso de mejora en 
7 pasos describe la forma de medir y generar informes. La mejora se realiza 
siguiendo el ciclo P-D-C-A. La fase de planificación de CSI da como resultado un 
Plan de Mejora del Servicio (SIP). 
 
El Proceso de Mejora CSI se compone de siete pasos que permiten, a partir de los 
datos obtenidos, elaborar Planes de Mejora del Servicio que modifiquen procesos o 
actividades susceptibles de optimización: 
¿Qué se debería medir?: ¿Cuál sería la situación ideal? La respuesta a esta 
pregunta debe ir después de la visión (fase I del modelo CSI) y antes de la 
evaluación de la situación existente (fase II del modelo CSI). 
 
¿Qué se puede medir?: Este paso sigue a la fase III del modelo CSI: ¿cuál es la 
situación deseada? El análisis de lo que la organización puede medir permitirá 
detectar nuevos requisitos de negocio y nuevas opciones de TI. CSI utiliza un 
análisis de “gaps” para identificar áreas de mejora y planificar las mejoras (fase IV 




Recopilación de datos (medición): La organización debe realizar mediciones para 
determinar si ha alcanzado su objetivo (fase V del modelo CSI). Las mediciones 
deben ser consecuencia de la visión, la misión, las metas y los objetivos de la 
organización. 
 
Procesamiento de datos: El procesamiento de datos es también necesario por 
motivos de monitorización. Debe realizarse de acuerdo a los CSFs y KPIs 
determinados. 
Análisis de datos: Se prepara la presentación de discrepancias, tendencias y 
posibles explicaciones para el negocio. Esto es también una parte importante de la 
fase V del modelo CSI. 
 
Presentación y uso de información: Se informa a los interesados de si se han 
cumplido o no sus objetivos (fase V). 
 
Implementación de acciones correctivas: Se crean mejoras, se define una nueva 
referencia y se vuelve a iniciar el ciclo desde el principio. 
Las principales actividades del Proceso de Mejora Continua se resumen en: Decidir 
qué se debe medir, definir lo que finalmente se medirá, realizar dichas mediciones, 
procesar los datos recogidos, analizar la información recabada, proponer y 
documentar posibles mejoras en base al conocimiento adquirido, Implementar las 
mejoras propuestas. 
Informes del Servicio: El proceso de Informes del Servicio es responsable de la 
generación y entrega de informes sobre los resultados conseguidos y los cambios 
en niveles de servicio. El diseño, contenido y frecuencia de los informes se deben 




Un proceso eficaz y automatizado de generación de informes es crucial para contar 
con informes continuos que aporten valor al negocio. Siempre se debe evaluar si 
los informes existentes proporcionan información clara y precisa sobre el 
rendimiento del departamento de TI y en caso contrario, realizar los ajustes 
pertinentes. 
Las principales actividades de la Gestión de Informes de servicios TI se resumen 
en: Selección y recopilación de los datos necesarios para la generación de informes, 
procesado y análisis de los datos para su posterior uso, preparación de los 








7. METODOLOGIA DE REFERENCIA. 
 
Sin bien es cierto que ITIL v3 está basado en el ciclo de vida del servicio no quiere 
decir que plante un orden estricto de implementación pues el ciclo de vida se ve 
como un todo de forma holística sin embargo para cualquier proyecto de 
implementación se requiere un punto de partida y un orden lógico que direccione 
los esfuerzos. 
La presente metodología propone un punto de partida centrado en el usuario con 
una orientación al logro de metas rápidas que apalanque el proceso mismo y ayude 
a ganar terreno y credibilidad dando una visibilidad de éxito del proyecto en 
tempranas fases. 
Este modelo tiene su origen en el estudio juicioso de la documentación, y bibliografía 
disponible pero se fundamenta en la experiencia práctica sobre procesos de 
adopción de buenas prácticas tecnológica en áreas de TI de las organizaciones 
donde se ha obtenido resultados exitosos y se ha podido aprender del error y el 
acierto. 
Se presenta esta metodología como un aporte real que ahorra esfuerzos y permite 
mostrar el camino recorrido pudiendo asegurar el resultado. 
La metodología relaciona transversalmente el ciclo de mejora continua PHVA 
ubicando las disciplinas de itil dentro del modelo de mejora continua donde a pesar 
que al interior de cada procedimiento propio de itil se involucra el ciclo PHVA se 








En la ilustración número 11 se observa el diagrama de proceso propuesto que 
marca el camino en la implementación, esta metodología se desarrolla de forma 
progresiva en objetivos y actividades y cada paso genera los insumos para los 
pasos subsiguientes y recoge sobre lo ya alcanzado; también en la imagen de se 
presentan en fondo azul los procedimientos que serán desarrollados en este trabajo 
de grado desde su aplicación directa en la administración de infraestructura, 
servidores y comunicaciones. 









Fuente: elaboración propia 
Cada fase está compuesta por 4 etapas cíclicas que hacen del desarrollo de la 
implementación del procedimiento un proceso de avance escalonado; estas etapas 
son: 
• Monitorear Y Diagnosticar: Esta etapa es el inicio y final de ciclo de donde se 
plantea el punto de inicio y plan de acción de implantación para eso se presentan 









• Caracterizar: Se describe cada procedimiento pudiendo definir el ámbito y 
describir la matriz de desarrollo del proceso además que se presenta el BPM 
propio del procedimiento. 
• Identificar: Se centra en identificar los factores y elementos fundamentales a 
tener en cuenta para la correcta implementación. Es la etapa de preparación o 
alistamiento. 
• Definir: Por último se proponen las herramientas e instrumentos para la puesta 
en marcha del procedimiento. 
 
A continuación se presenta cada una de las fases propuestas por la metodología 
profundizando en los procedimientos propios del alcance de esta tesis de grado los 
demás solo se plantearan como referencia. 
 
 FASE I 
 
En esta fase se debe iniciar con la elaboración del catálogo de servicio como piedra 
angular de todos el ciclo de vida de gestión del servicio desde aquí se tendrá la 
información de base para todos los demás procedimientos. Esto da paso a la 
implementación de la función de service desk donde se concatenan de forma 
paralela en un solo procedimiento a Administración de Incidentes, Administración 
de Eventos y Administración de Solicitudes de servicio y de esta manera se empieza 
a generar valor en la experiencia del usuario deforma tangible.  Por último se 
imprime orden en la gestión al implementar el procedimiento de administración del 
cambio que sienta las bases en lo relacionado con la planeación y los riegos en pro 
de la calidad. 
Durante esta fase  se logra desarrollar las siguientes actividades y entregables 
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Tabla 2. Actividades Fase I 
Actividades Entregables 




 Identificación de los 
requerimientos del servicio por 
los clientes 
 Diseño de los procesos y 
procedimientos para prestar los 
servicios 
 Procesos y procedimientos para 
actualizar los cambios  
 Procesos y procedimientos para 
el retiro de servicios 
 Procesos y procedimientos para 
la evaluación del cambio 
 Procesos y procedimientos para 
la administración de eventos 
 Procesos y procedimientos para 
la administración de incidentes 
 Procesos y procedimientos para 
la 
 administración de problemas 
 Diseño de la mesa de ayuda 
 
 Catálogo de servicios. 
 Proceso de control de cambios. 
 Roles y responsabilidades 
(matriz RACI). 
 Roles y responsabilidades 
(matriz RACI). 
 Documentación de los procesos 
y procedimientos definidos en 
esta fase. 
   Documentación con el diseño 






7.1.1 Administración del catálogo del servicio 
Se presenta el catálogo de servicio como punto de partida de cualquier 
implementación de ITIL debido a que es el único recurso que contiene información 
actualizada sobre todos los servicios activos del proveedor de servicios; este 
suministrara la información base para todos los siguientes procedimientos. 
 






















7.1.1.2 Caracterizar.   
 Objeto: Realizar las actividades requeridas a la hora de llevar un control actualizado 
de los servicios que ofrece la Empresa a los usuarios, esto permite la Modificación, 
la eliminación o el Ingreso de un nuevo servicio. 
 
 Alcance: Aplica a todos los servicios que ofrece la Empresa. 
 
 Responsabilidad: El procedimiento es responsabilidad del grupo de Tecnologías 
de Información y en él intervienen:    Jefe de área, Subgerente o Director de área y 
Responsable de Infraestructura. 
 
 Registros: Catálogo de servicios. 
 
































Tabla 4. (Continuación) 1  
 

























7.1.1.3 Identificar  
 
Se parte de hacer un listado general de todos los servicios que se brindan haciendo 
una clasificación entre los servicios de apoyo que son todos aquellos servicios que 
se dan con el fin que el usuario pueda acceder a otros servicios y siendo estos un 
medio para acceder a los servicios estratégicos los cuales son los servicios en los 




Para entrar a definir el catalogo del servicio se utiliza el siguiente formato donde se 
contemplan los campos fundamentales que debe contener el catálogo de servicio 
se debe diligenciar este formato por cada servicio y esto servirá como base para 
luego alimentar alguna herramienta informática que sirva para gestionar el catalogo 










Tabla 5. Diseño de servicios TI  
 
Logo de la 
empresa 
<EMPRESA> 
TECNOLOGÍAS DE LA INFORMACIÓN 
DISEÑO DE SERVICIOS TI 




IDENTIFICACIÓN DEL SERVICIO 
Nombre del 
Servicio 
Nombre del servicio como comúnmente es identificado Código 
Código 
nemotécnico 






Explicación breve del servicio descrito desde su utilidad 
Sub servicios 
Funcionalidades 
relacionadas con el servicio 
Descripci
ón 
Descripción de la relación de este servicio 
con otros servicios de sub nivel. 
Proveedores  
ROLES Y RESPONSABLES DEL SERVICIO 
Dueño del 
Proceso 
Encargado de asegurar 
que el proceso de realiza 
de manera eficaz y 
eficiente, cumple y está 
sujeto al mejoramiento 
continuo 
Dueño del Servicio 
Encargado de entregar un 






o servicios. Definen y 
acuerdan los objetivos de 
los niveles de servicio 
Usuarios 
Persona que utiliza el servicio de 
TI (día a día) 
 
Solicitante 
Quien puede pedir el 
servicio 
Aprueba Quien aprueba el servicio. 
ALCANCE DEL SERVICIO 
Nivel básico del servicio 
(Que incluye) 
Medio para solicitar 
requerimiento del 
servicio 
Medio para solicitar 
(incidencia) soporte al 
servicio 
Precio 
Incluido No incluido 
     



















 Factibilidad  Agendamiento  












 24 . 2 . 4 . 6  . 8 . 10 . 12 . 2 . 4 . 6 . 8 . 10 . 
Lunes                        
Martes                        
Miércoles                        
Jueves                        
Viernes                        
Sábado                        
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Lunes                        
Martes                        
Miércoles                        
Jueves                        
Viernes                        
Sábado                        
Domingo                        
Fuente: elaboración propia 
 
Tabla 6. Catálogo de servicios – Fase 1 
Fuente: elaboración propia. 
 
7.1.2 Administración de Service Desk. 
 
Con el fin empezar a recabar información estadística que sirva para empezar a 
proyectar y diseñar el modelo de atención además de poder empezar a mejorar la 
atención al usuario se continúa con la implementación del procedimiento de 
administración service desk que congrega a la atención de casos (incidencias y la 
atención de solicitudes de servicio). 








Tabla 7. Plan de acción- implantación Service Desk – Fase I 
 
               Fuente: elaboración propia 
 
7.1.2.2 Caracterizar  
 
 Objeto: Administrar y centralizar el manejo de incidentes, solicitud de cambios, 
solución de problemas y requerimientos, relacionados con las diferentes 
herramientas y aplicaciones tecnológicas que se requieren para asegurar el 
cumplimento de los objetivos corporativos. 
 
 Alcance: Cubre a todas las áreas, procesos, subprocesos de la Empresa. Inicia 
desde la necesidad de atención de incidentes o requerimientos tecnológicos por 
parte de los usuarios, para el cumplimiento de sus funciones asignadas, hasta 
dar respuesta al usuario. 
 
 Responsabilidad: El procedimiento es responsabilidad del grupo de Tecnologías 
de Información y en él intervienen:    Jefe de área, Subgerente o Director de área 




 Registros: Incidentes y requerimientos registrados en el software de service 
desk. 
 
 Documentos Aplicables: Libro Service operation. 
 
 Desarrollo: En este procedimiento se realizan las siguientes actividades: 
Apertura del caso, Asignación, Análisis y Seguimiento de los casos, Cierre del 
Caso. 
 
Tabla 8. Desarrollo - Implantación Service Desk – Fase I 


























































7.1.2.3 Identificar  
Se propone manejar una planilla a forma de registro diario que permita hacer el 
seguimiento de cada uno de los casos y poder hacer el Pareto de comparación 
sobre la ganancia y uso de la herramienta tecnológica y de la apropiación del 
proceso.  Inclusive se recomienda ocasionalmente por semana utilizar la planilla y 
poder tener argumentos de juicio para la evaluación de la adopción del modelo. 
 
Tabla 9. Planilla para evaluación de modelo 
SEGUIMIENTO A LA OPERACIÓN DEL SERVICE DESK 
Apertura Caso Cierre 
Ticket Fecha Hora Autor Asunto Fecha Hora Firma 
        
        
        
        
        
        




Para poder implementar el procedimiento de service desk se hace necesario contar 
con una herramienta informática que permita dinamizar el proceso, además de 
poder proveer la información eficiente hacia otros procesos.  




 Clasificación y Registro: de acuerdo al catálogo de servicio los casos son 
clasificados para poder hacer seguimiento y administración se registra la 
información propia del caso. 
 
 Actores: stakeholder relacionados 
 
 Trazabilidad: se requiere hacer el seguimiento y trazabilidad del estado y 
elementos asociados al caso solicitado 
 
 Priorización: es frecuente que existan múltiples casos concurrentes, por lo que es 
necesario determinar un nivel de prioridad para la resolución de las mismas con 
base en lo parámetros de Impacto y Urgencia.  
 
 Escalado y Soporte: es frecuente que el Centro de Servicios no se vea capaz de 
resolver en primera instancia un incidente y para ello deba recurrir a un especialista 





CLASIFICACIÓN Y REGISTRO 
Apertura Fecha y hora de la apertura 
debe ser automático 
Vencimiento Fecha y hora del vencimiento, 
sirve como programación de 
equipo técnico y se asigna de 
acuerdo a las metas del 
servicio planeadas y de 
acuerdo a la prioridad. 
Categoría Se asocia directamente con un 
servicio del catálogo de 
servicios. 
ANS Acuerdo de nivel de servicio 
asociado a la categoría. En un 
momento inicial se podría 
empezar a operar el 
procedimiento sin ANS y una 
vez se cuente con la 
información aplicar los ANS. 
ACTORES 
Autor Observador Asignado 
Solicitante Quien está en el desarrollo 
del caso  
Escalamiento  
TRAZABILIDAD 
Estado Se establece el ultimo estado 
del caso con fin de controla su 
ejecución podrá ser: Nuevo, 
asignada, planificada, En 
espera, resulto y cerrado, 
Origen de la 
Solicitud 
Permitir registrar el origen por 
donde entro el caso. 
Validación Dependiendo la información 
contendía en el catálogo de 
servicio algunos servicios 




Para análisis posteriores y poder 
brindar mayor información a los 
técnicos especialistas es 
importante relacionar el elemento 
de hardware o software 
vinculado al caso.  
PRIORIDAD 
Impacto Determina la 
importancia de la 
incidencia 
dependiendo de 
Urgencia Depende del tiempo 
máximo de demora que 
acepte el cliente para la 
resolución de la 
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  Información del caso: tiene su origen en el solicitante y resume el requerimiento 
o incidencia solicitada. 
 
Para una correcta definición y operación del service desk se plantea la siguiente 
ficha que se propone como punto de partida y además contiene la información 
mínima requerida para cualquier herramienta informática. 
 
Tabla 10.  Clasificación y Registro  
 
7.1.3 Administración y gestión de cambio 
 
Como procedimiento intermedio entre atender lo urgente y empezar a generar 
procesos de gestión de procesos se continua con la gestión del cambio que sentará 
las bases para los procedimientos de la disciplina de diseño de servicio y otorgando 
cómo ésta afecta a 
los procesos de 
negocio y/o del 
número de usuarios 
afectados. 
incidencia y/o el nivel de 
servicio acordado en el 
SLA. 
INFORMACION DEL CASO 
Asunto Idea principal del caso abierto. 
Descripción 
Descripción del incidente o requerimiento relacionando el momento en que aparece la 
necesidad y de qué manera está afectando al desarrollo normal de la operación. 
 
Anexos Si se requiere se deberán poder aportar los archivos que sirvan para la 
ilustración del caso solicitado. 
Casos 
asociados 
Que otros casos están relacionados con este ya sea porque se encuentran 
duplicado o enlazado. 
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el adecuado control de los cambios en los servicios para garantizar las condiciones 







7.1.3.1 Monitorear Y Diagnosticar 
 








                                             
 
                                    
Fuente: elaboración propia. 
 
7.1.3.2 Caracterizar  
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 Objeto: Evaluar y Planificar el proceso de cambio para asegurar que, si éste se 
lleva a cabo, se haga de la forma más eficiente, siguiendo los procedimientos 
establecidos y asegurando (que los cambios sean registrados, evaluados, 
autorizados, priorizados, planeados, probados e implementados) en todo 
momento la calidad y continuidad del servicio TI.  
 
 Alcance: Inicia con el recibo del acta de inicio del proyecto y plan de cambios, 
cubre cambios en la línea base de los activos de servicio y de los elementos de 
configuración a lo largo de todo el ciclo de vida del servicio y finaliza con la 
entrega del producto al subproceso de operación de servicio.  
 
 Responsabilidad: Gestor del cambio, comité de cambios 
 
 Registros: Documentación de Cambios, Bitácora de Cierre y Lecciones 
Aprendidas. 
 
 Documentos Aplicables: Service Transition. 
 
 Desarrollo: De acuerdo al plan de cambios que suministra el subproceso de 
Diseño se procede a realizar pruebas, implementación, implantación, cierre y 
paso a subproceso de Operación de Servicio.  
 












      
     Fuente: elaboración propia. 
 BPM 
 




Fuente: elaboración propia 
 
7.1.3.3 Identificar  
 
Con el fin de no restar eficiencia y rapidez se debe hacer una identificación clara 
de los tipos de cambios y categorías con el fin de gestionarlo a través de un 
modelo de cambio donde se definen pasos preestablecidos que se han de seguir 
de acuerdo a cada categoría. El modelo puede ser muy simple o complejo 
dependiendo de varios criterios como son tipo de hardware, software, impacto, 
severidad, preacordado.  Cada modelo puede contener más o menos tareas con 
mayor o menor grado de detalle; sin embargo más allá de todo esto como punto 
inicial de la implantación de la gestión de cambios se requiere hacer un acuerdo 
sobre el tratamiento que tendrá cada cambio y ceñirse por el mismo. 
Como punto de partida se puede especificar un modelo de cambio para cada uno 
de los tres tipos de cambio: 
 Normal: cambios que siguen el proceso de forma normal. Ej. Actualización de 
versión del sistema operativo para todos los portátiles de la compañía 
 
 Estándar: pre-aprobados por la Gestión de Cambios. Ej. Actualizaciones PC, 
cambio en política de firewall 
 
 Emergencia: han de ser diseñados cuidadosamente y probados para evitar que 
el propio cambio tenga mayor impacto negativo que la incidencia. Ej. Cambio de 
política de firewall por que el proxy ha dejado de funcionar. 
 
Se propone la siguiente plantilla que sirve para levantar y acordar las rutas de acción 




Tabla 13. Clasificación de Cambios 
CLASIFICACIÓN DE CAMBIOS 
Cambio Tipo Modelo 
   
   
   
   
   Fuente: elaboración propia 
7.1.3.4 Definir 
Para proponer o elevar un cambio al proceso se construye un registro llamado RFC 
el cual deberá ser actualizado con toda la información generada durante el proceso 
para permitir un detallado seguimiento del mismo desde su aprobación hasta la 
evaluación final y cierre. 
 




Fuente: elaboración propia 
 
7.2 FASE II 
 
Una vez ya alcanzado algunos objetivos que se relacionan directamente con la 
experiencia con el cliente en esta fase se trabaja en generar valor desde la 
organización y se tiene una mayor orientación al control de los servicios. Se parte 
por desarrollar en paralelo lo relacionado con la planificación y soporte a la 
migración de la migración, la administración de entregas y despliegues y 
administración de accesos; para pasa implantar en su orden los procedimientos de 
validación y pruebas, administración de configuración y activos del servicio. 
Durante esta fase  se logra desarrollar las siguientes actividades y entregables. 
 




 Políticas para la transición de los 
servicios 
 Procesos y procedimientos para 
la transición de los servicios 
 Procesos y procedimientos para 
la administración de la 
configuración 
 Procesos y procedimientos para 
la validación y pruebas 
 Procesos y procedimientos para 
la administración de versiones 
 Procesos y procedimientos para 
la entrega del servicio 
 Plan de comunicaciones-stake 
holders 
 Roles y responsabilidades 
 Procesos y procedimientos para 
la 
 administración de accesos 
 Documentación de las políticas, 
procesos y 
 Procedimientos definidos. 
 Plan de comunicación  




Fuente: elaboración propia. 
 
7.2.1 Administración de accesos 
 
La Gestión de Acceso a los Servicios TI es el proceso por el cual a un usuario se le 
brindan los permisos necesarios para hacer uso de los servicios documentados en 




7.2.1.1 Monitorear Y Diagnosticar 
Ilustración 16. Plan de acción: Implementación - Administración de Accesos 
 




 Objeto: Garantizar que sólo las personas con los permisos adecuados pueda 
acceder a la información de carácter restringido. 
  
 Alcance: Cubre a todas las áreas, procesos, subprocesos de la Empresa. Inicia 
desde la necesidad de creación de un usuario y sus correspondientes perfiles 
como también al momento de inactivación de un usuario en algún aplicativo 
tecnológico de TI, dando aplicabilidad a las políticas y acciones definidas en la 




 Responsabilidad: El procedimiento es responsabilidad del grupo de 
Tecnologías de Información y en él intervienen:    Jefe de área, Subgerente o 
Director de área y Responsable de Infraestructura. 
 
 Registros: Catálogo de servicios. 
 









































































7.2.1.3 Identificar  
Se debe partir con normalizar todos los permisos y usuarios de acuerdo con ya 
establecido en el catálogo de servicio para esto se propone elaborar un cuadro 
comparativo entre el listado de usuarios y permisos partiendo del estado actual 
luego se cruza con lo que debería ser a forma de check list. 
 
Tabla 17. Check List: identificar. 
Usuario Servicio Permiso Retirar 
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Una vez se ha logrado normalizar y documentar los accesos sobre los servicios es 
necesario definir la rutina que permita que los permisos siempre se mantengan al 
día para esto es útil contar con un mecanismo de información y solicitud de accesos 
sobre los servicios. 
 
Tabla 18. Plantilla: Información y Solicitud de accesos sobre los servicios 




Tabla 19. (Continuación) 1 
Tipo de Actividad  Adición □ Modificación □ Eliminación □ 
Usuario  Documento 
Identidad 
 
Dependencia  Cargo  







7.2.2 Administración de Entregas y Despliegues 
 
La Gestión de Entregas y Despliegues es la encargada de la implementación y 
control de calidad de todo el software y hardware instalado en el entorno de 
producción.  La Gestión de Entregas y Despliegues debe colaborar estrechamente 









7.2.2.1 Monitorear Y Diagnosticar 
Servicio Permiso Servicio Permiso 
    
    
    
    
    












 Objeto: Garantizar que: Existen planes de versiones y despliegues, los paquetes 
de versiones (compilaciones) se despliegan correctamente, existe transferencia de 
conocimiento a los clientes, la perturbación de los servicios es mínima. 
  
 Alcance: Es poner las entregas en producción y establecer un uso efectivo del 
servicio, al objeto de entregar valor al cliente y ser capaz de transferir las 
operaciones del servicio. 
  
 Responsabilidad: Responsable del proceso de Transición de Servicios. 
 
 Registros: Documentación de Pruebas. Bitácora de Cierre y Lecciones 
Aprendidas. 
 




 Desarrollo: Pruebas y despliegue de una entrega y el establecimiento del servicio 
especificado en el paquete de Diseño del Servicio, antes de la transferencia final 




Tabla 21. Desarrollo: Administración de Entregas y Despliegues  
 















Fuente: elaboración propia 
 
 
7.2.2.3 Identificar  
 
Se debe colocar el foco en proteger el entorno productivo, buscando asegurar que 
cualquier elemento de software o hardware que se pretenda implementar haya sido 
suficientemente probado, planificado y se trate de la versión correcta en el 
momento adecuado. 
Las Actividades principales del procedimiento: 
 
 Planificación de versiones 
 Diseño, compilado y configuración 
 Aceptación 
 Comunicación, preparación y formación 





En inicio se debe identificar a manera de inventario el conjunto de versiones o 
releases, frecuencia, condiciones especiales, etc. Luego se identificara directrices y 
la políticas de entregas en cuanto a aspectos tales como: Convenios de 
nomenclatura que distingan tipos de entregas como: entrega mayor, entrega menor 
y entrega de emergencia, Roles y responsabilidades; muchas personas de distintas 
organizaciones pueden estar implicadas en una entrega, por lo que es útil identificar 
una matriz de responsabilidades. 
 
7.2.2.4 Definir 
Implementar el procedimiento requiere de la definición de un conjunto de 
Actividades, métodos y técnicas que orienten los esfuerzos alrededor de definir, 
preparar, planificar y dar soporte a la transición del servicio. 
 Estrategia de transición: 
  Propósito, metas y objetivos 
 Contexto y alcance 
 Estándares aplicables, acuerdos legales, regulatorios y contractuales 
 Organizaciones y grupos de interés implicados en la Transición del Servicio 
 Marco de trabajo para la Transición de Servicio 
 Criterios de éxito y de fallo 
 Personas; roles y responsabilidades 
 Planteamiento, incluyendo: modelo de transición, planes para gestionar 
cambios, Activos, configuraciones y conocimiento; estimación de la 
transición; preparación; evaluación; tratamiento de errores; KPIs. 
 Productos (entregables) resultantes de las actividades de transición, tales 




 Preparación de la Transición del Servicio: 
 Revisión y aceptación de entradas desde otras fases del Ciclo de Vida del 
Servicio. 
 Verificación de los entregables que se reciben, i.e.: SDP, Criterios de 
aceptación del servicio (SAC) e informes de evaluación. 
 Identificación, tramitación y programación de RFCs. 
 Verificación de que en gestión de la configuración se registran las líneas 
bases de configuración antes de que comience la Transición del Servicio. 
 Verificación de la preparación para la transición. 
 
 Plan de Transición del Servicio: 
 Entorno de trabajo e infraestructura 
 Programación de hitos 
 Actividades y tareas que se realizarán 
 Personal, requisitos de recursos, presupuesto y plazo de tiempo en cada      
etapa 
 Tiempo total de entrega y contingencias 
 
 Soporte del proceso de transición 
 Herramientas y sistemas de soporte  
 Gestión administración de cambios, pedidos de trabajo, problemas, riesgos y 
comunicaciones. 
 
En el sentido expuesto es útil construir instrumentos que permitan consolidar varios 
de los ítems necesarios y que permitan tener a la mano los elementos verificables 
en cuanto a la calidad esperada y controlar las no conformidades que se den en el 





Tabla 22. Transición de servicios de TI: Gestión de cambios 
 
                Fuente: elaboración propia 
 
7.2.3 Administración configuración y activos de servicio 
 
Gestión de la Configuración y Activos del Servicio proporciona un modelo lógico de 
la infraestructura de TI en el que los servicios de TI estén relacionados con los 







7.2.3.1 Monitorear Y Diagnosticar 
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Tabla 23. Plan de acción Implantación: configuración y activos del servicio 
 
 
Fuente: elaboración propia 
 
7.2.3.2 Caracterizar 
 Objeto: definir componentes de servicio e infraestructura y mantener registros 
precisos de la configuración. 
 
 Alcance: proporcionar un modelo lógico de la infraestructura de TI en el que los 
servicios de TI estén relacionados con los distintos componentes de TI necesarios 
para suministrar dichos servicios. 
 
 Responsabilidad: responsable del proceso de Transición de Servicios 
 
 Registros: CMDB 
 
 Documentos Aplicables: libro ITIL3 Service Transition 
 
 Desarrollo: el proceso ofrece una imagen completa de todos los activos e indica 





Tabla 24. Desarrollo Administración y configuración de activos del servicio  
 

















Fuente: elaboración propia 
 
7.2.3.3 Identificar  
 
La CMDB es un repositorio de CI (Ítems de configuración) que contiene información 
esencial como relaciones, propiedad y dependencias de CI críticos de negocio que 
impactan en el tiempo de actividad, niveles del servicio y la experiencia de usuario 
final. Para dar comienzo a la creación y alimentación de la CMDB se deberá: 
 Evaluar el entorno Actual 
 
 Definir el alcance del uso de la CMDB 
 




 Revisar las fuentes de Conocimiento 
 
 Contabilizar el total de todos los servicios de TI y configuraciones dentro de la 
organización. 
 
 Entrega información precisa de cada CI 
 
 Relaciones y dependencias de cada CI 
 
7.2.3.4 Definir 
Para cada servicio de TI se debe crear una estructura de configuración que muestre 
la jerarquía y las relaciones entre los elementos de configuración para el servicio. 
La estructura de configuración adopta un modelo vertical en el que el nivel más alto 
corresponde al servicio en cuestión. El nivel de elementos de configuración más 
bajo depende de: La información disponible, El grado de control necesario, Los 
recursos necesarios para mantener ese nivel de elementos de configuración.  Para 
esto se desarrollan las siguientes actividades: 
 Publicar los elementos Aprobados 
 Construir la CMDB 
 Actualizar la CMDB 
 Capacitar al equipo usuario de la CMDB 
 Definir la estructura del archivo físico 
 Definir la estructura del archivo electrónico 
 Informar dichas estructuras a los interesadosDiseñar Plantilla de préstamo de 
Archivo Físico 
 
Se propone la siguiente plantilla como base para la elaboración de la CMDB 




Fuente: elaboración propia 
 
7.3 FASE III 
 
Ya se ha avanzado bastante en el proceso de adopción de las mejores prácticas 
ahora en esta fase se concentran los esfuerzos en relacionado con disponibilización 
del servicio, se parte primero de implementar el procedimientos de gestión de la 
disponibilidad del que se  desprenden administración de la continuidad y 
administración de la seguridad; seguidamente implantar los procedimientos de 
gestión del conocimiento, evaluación y administración de la capacidad  en paralelo. 








 Revisión de la infraestructura 
técnica y de seguridad para la 
prestación de los servicios 
 Análisis de riesgos 
 Análisis de impacto 
 
 Plan de continuidad de negocio 
 Plan de Disponibilidad 
 Matriz requerimientos de 
infraestructura 
 Matriz de requerimientos de 
seguridad 
 Política de seguridad 
informática 
Fuente: elaboración propia 
 
7.3.1 Administración de la disponibilidad 
 
Asegura que todos los servicios operacionales cumplen o exceden los objetivos de 
disponibilidad fijados y que los servicios nuevos o los que sufren cambios serán 












Tabla 26. Plan de acción-Implantación: Administración de la disponibilidad  
 




 Objeto: Garantizar que se cumplan los acuerdos de servicio, establecidos para 
cada uno en el catálogo de servicios 
  
 Alcance: Aplica para todos los servicios activos en el catálogo de servicios. 
  
 Responsabilidad: El procedimiento es responsabilidad del grupo de 
Tecnologías de Información y en él intervienen:    Jefe de área, Subgerente o 
Director de área y Responsable de Infraestructura. 
 
 Registros: Catálogo de servicios 
 

































7.3.1.3 Identificar  
 
La gestión de la disponibilidad incluye el diseño, la implementación, la medición, la 
gestión y la mejora de la disponibilidad de los servicios de TI y de los componentes.  
Debe entender los requisitos de disponibilidad de los servicios y componentes 
desde una perspectiva de negocio, en términos de: 
 Procesos de negocio actuales (su operación y requisitos). 
 




 Objetivos de servicio y operación y entrega de los servicios existentes. 
 
 Infraestructura de TI, datos, aplicaciones y entorno (incluyendo el rendimiento). 
 





Las principales actividades de la Gestión de la Disponibilidad son:  
 
 Determinar los requisitos de disponibilidad del negocio. 
 Determinar las Funciones Vitales del Negocio (VBFs). 
 Determinar el impacto de los fallos de componentes. 
 Definir los objetivos particulares de disponibilidad, fiabilidad y capacidad de 
mantenimiento de los componentes de TI 
 Monitorizar y analizar componentes de TI. 
 Establecer medidas e informes de disponibilidad, fiabilidad y capacidad de 
mantenimiento, que reflejen las perspectivas del usuario de negocio y de la 
organización de TI de soporte. 
 Investigar las razones subyacentes a niveles inaceptables de disponibilidad. 








El objetivo de la administración de la continuidad es dar soporte al Plan de 
Continuidad de Negocio general, asegurando que los servicios técnicos de IT 
pueden recuperarse en los plazos acordados. 
 
7.3.2.1 Monitorear Y Diagnosticar 
 
Ilustración 21. Plan de Acción-Implementación: Administración de la 
continuidad 
 




 Objeto: Garantizar la pronta recuperación de los servicios, después de la 
ocurrencia de un desastre o contingencia. 
 




 Responsabilidad: El procedimiento es Responsabilidad del grupo de 
Tecnologías de la Información y en él intervienen:                                                                                                      
Subgerente o Director de Área, Responsable de Infraestructura, Coordinador de 
Diseño, Coordinador de Transición y coordinador de la Operación del Servicio. 
 
 Registros: Catálogo de servicios 
 














       Fuente: elaboración propia 
 




Fuente: elaboración propia. 
 
7.3.2.3 Identificar  
 
La administración de la continuidad es un procedimiento cíclico que se adapta 
continuamente los planes de recuperación y continuidad del servicio a los planes 
de continuidad del negocio. El primer paso que se debe de dar es identificar: 
 
 Procesos críticos de negocio y procesos de soporte 
 Tiempos admisibles de recuperación 








El plan de continuidad comprende a su vez tres planes que son su núcleo: 
 
 Plan de monitoreo y mejoramiento (predictivo): Contempla las medidas 
preventivas antes de que se materialice una amenaza, su finalidad es evitar 
dicha materialización. 
 
 Plan  de  contingencia  (reactivo): Contempla  las  medidas necesarias  durante 
la  materialización  de  una  amenaza,  o  inmediatamente después,  su finalidad 
es contrarrestar los efectos adversos de la misma. 
 
 Plan de recuperación (disponibilización): Contempla las medidas necesarias 
después de materializada y controlada la amenaza, su finalidad es restaurar el 
estado de las cosas tal y como se encontraban antes de la materialización de la 
amenaza. 
 
Como objeto de orientar los esfuerzos en de la construcción del plan de 























                                Fuente: elaboración propia 
 
7.3.3 Administración de la seguridad 
 
La meta de la Gestión de la Seguridad de la Información es alinear la seguridad de 
TI con la del negocio y garantizar una gestión eficaz de la seguridad de la 




7.3.3.1 Monitorear Y Diagnosticar 
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Tabla 29. Plan de Acción - Implantación: Administración de la Seguridad 
 
 
                        Fuente: elaboración propia 
 
7.3.3.2 Caracterizar 
Ilustración 24. Plan de Acción-Implantación: administración de la seguridad 
 
                     
 Objeto: Asegurar que la seguridad de la información se gestiona eficazmente 
en todas las actividades de Gestión de Servicio. 
 
 Alcance: La Gestión de la Seguridad de la Información debe cubrir toda la 
información de TI y del negocio. 
  
 Responsabilidad: El procedimiento es Responsabilidad del grupo de 
Tecnologías de la Información. Además, de quienes intervienen en el 
procedimiento: Cliente, Proveedores y Directivos de La Empresa. 
 
 Registros: Política de seguridad informática. 
 






























Ilustración 26. BPM. Gestión de la Seguridad 
 
7.3.3.3 Identificar  
 
La Gestión de la Seguridad está estrechamente relacionada con prácticamente 
todos los otros procesos TI y necesita para su éxito la colaboración de toda la 
organización. 
Para que esa colaboración sea eficaz, es necesario que la Gestión de la Seguridad 
identifique: 
 Medidas preventivas para prevenir efectos (por ejemplo, gestión de accesos). 
 Medidas reductivas para limitar efectos (por ejemplo, backup y pruebas). 
 Medidas indagadoras para detectar efectos (por ejemplo, monitorización). 
 Medidas represivas para suprimir efectos (por ejemplo, bloqueo). 






El marco de trabajo y el proceso de la Gestión de la Seguridad de la Información 
incluyen: 
 
 Política de seguridad de la información. 
 
 Sistema de Gestión de la Seguridad de la Información (ISMS). 
 
 Estrategia de seguridad exhaustiva (relacionada con la estrategia y los objetivos 
de negocio). 
 
 Estructura organizativa de seguridad efectiva. 
 
 Conjunto de controles de seguridad que apoyen la política. 
 
 Gestión del riesgo. 
 
 Procesos de monitorización. 
 
 Estrategia de comunicación. 
 
 Estrategia de formación y concienciación. 
 





7.4 FASE IV 
 
En esta última parte los esfuerzos se centran en todos los procesos que permiten 
medir, gestionar y mejorar el servicio; partiendo de la gestión de nivelas de servicio 
que sienta las bases para la Administración de proveedores lo que permite 
desarrollar ambos en paralelo de esto se desprende la medición e informes del 
servicio también hechos en paralelo para finalmente implementar los 
procedimientos propios de la estrategia como son administración financiera, 
administración de la demanda y administración de la cartera de servicios como un 
solo bloque. 















 Revisión de los objetivos y estrategias 
del negocio 
 Revisión de los objetivos y 
necesidades de los clientes 
 Revisión de los procesos del negocio y 
de TI 
 Revisión de los contratos con los 
 proveedores del servicio Revisión de 
los servicios actuales  
 Revisión de la estructura de técnica 
para la prestación de los servicios 
 Revisión de la estructura de soporte 
para la prestación de los servicios 
 Revisión de las políticas de las 
organización y de TI 
 Identificación de los requerimientos del 
servicio por los clientes 
 Definición de los SLA con los clientes 
 Revisión de los SLA de los 
proveedores 
 Definición de los OLA 
 Política de seguridad informática 
 Documento con las estrategias para 
prestar los servicio 
 Documento de gobierno de TI para 
prestar los servicios 
 Documento con el diseño de la 
estructura organizacional de TI para 
prestar los servicios (roles y 
responsabilidades) 
 Catálogo de servicios 
 Acuerdos de niveles de servicio (ANS) 
 Acuerdos operativos del servicio (OLA) 
Fuente: elaboración propia 
 
7.4.1 Gestión de niveles de servicio 
 
La Gestión de Niveles de Servicio debe velar por la calidad de los servicios TI 
alineando tecnología con procesos de negocio y todo ello a unos costes razonables. 
 




Ilustración 27. Plan de Acción Implantación: Administración de la Seguridad. 
 




 Objeto: La Gestión de Niveles de Servicio debe velar por la calidad de los 
servicios TI alineando tecnología con procesos de negocio, para cumplir sus 
objetivos es imprescindible que la Gestión de Niveles de Servicio conozca las 
necesidades de sus clientes, defina correctamente los servicios ofrecidos y 
monitorice la calidad del servicio respecto a los objetivos establecidos en los 
SLAs. 
 
 Alcance: La Gestión de la Seguridad de la Información debe cubrir toda la 
información de TI y del negocio. 
  
 Responsabilidad: El Gestor del Nivel del Servicio, El Dueño del Proceso. 
 
 Registros: ANS 
 






























Ilustración 28. BPM Gestión de niveles de servicio 
 
Fuente: elaboración propia. 
 
7.4.1.3 Identificar  
La Gestión de Niveles de Servicio es responsable de buscar un compromiso realista 
entre las necesidades y expectativas del cliente y los costes de los servicios 





De acuerdo a la manera que más se ajuste a las necesidades organizativas se 
deberá identificar la estructura de SLA que se cubran todos los servicios y a todos 
los clientes. Existen, entre otras, las siguientes opciones: 
 SLAs basados en el servicio: Un SLA cubre un único servicio para todos los 
clientes de tal servicio. Un SLA puede establecerse para servicios de correo 
electrónico o para determinadas instalaciones telefónicas, por ejemplo. Esta 
estructura puede causar dificultades en el caso de que un cliente tenga 
requisitos particulares para un mismo servicio. 
 SLAs basados en el cliente: Un acuerdo con un cliente cubre todos los servicios 
que éste usa. El cliente suele preferir este tipo de SLA, ya que recoge todos sus 
requisitos en un solo documento. 
 SLAs multinivel: Una combinación, que por ejemplo, tenga la siguiente 
estructura: 
 Nivel corporativo, que cubre todos los aspectos genéricos de SLM. 
 Nivel de cliente, que cubre todos los aspectos de SLM relevantes para un 
grupo específico de clientes o unidades de negocio. 
 Nivel de servicio, que cubre todos los aspectos relevantes para un servicio 
concreto relacionado con un cliente específico. 
 El SLA multinivel mantiene los SLAs en un tamaño manejable y reduce la 




El objetivo primordial de la Gestión de Niveles de Servicio es definir, negociar y 
monitorizar la calidad de los servicios TI ofrecidos. Si los servicios no se adecuan a 
las necesidades del cliente, la calidad de los mismos es deficiente o sus costes son 
desproporcionados, se tendrá clientes insatisfechos y la organización TI será 
responsable de las consecuencias que se deriven de ello. 
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Todo el proceso de planificación previo debe estar orientado a dar respuesta a las 
siguientes preguntas: 
 ¿Qué servicios se deben ofrecer a nuestros clientes? 
 
 ¿Cuáles son las necesidades de los clientes? 
 
 ¿Cuál es el nivel adecuado de calidad de servicio? 
 
 ¿Quiénes y cómo se van a suministrar esos servicios? 
 
 ¿Cuáles serán los indicadores clave de rendimiento para los servicios 
prestados? 
 
 ¿Se Dispone de los recursos necesarios para proveer los servicios propuestos 
con los niveles de calidad acordados? 
 
La respuesta a cada una de estas preguntas debe darse en forma de documentos, 
algunos de carácter interno y otros accesibles a los clientes.  A continuación se 











8. MODELO IMPLANTADO  
 
Aplicando la metodología propuesta se intervino transversalmente todo el 
proceso de tecnologías de la información de la empresa aguas y aguas dando 
como resultado el siguiente mapa de procesos y en ese sentido la 
implementación de los siguientes procesos.  
 
8.1 Caracterización del proceso de gestión de la estrategia tecnológica 
 




Fuente: elaboración propia 
 
8.1.1 Gestión de la Demanda 
 




PROVEEDORES ENTRADAS PROCESO DE TRANSFORMACIÓN SALIDAS CLIENTES
Gerencia Directrices Estratégicas Control de Cambios Sub Gerentes
Sub Gerentes Plan de Cambios Directores
Directores Proyectos de TI Gerentes de Proyecto
Gerentes de Proyectos Componentes tecnológicos Servicios Procesos
Proveedores Portafolio de Servicios Requisiciones Proveedores
Empresas del sector Análisis comparativos Condiciones Generales Contratistas
















* Validación de planes







Eficiencia en la implementación del 
plan estratégico de TIC´S Cumplimiento
Avance de los 
proyectos/cronograma programado 









* Acciones de mejoramiento.
SEGUIMIENTO Y CONTROL DEL SUBPROCESO
Garantizar el desarrollo tecnológico alineado a la estrategia Este proceso inicia con el planteamiento de necesidades estratégicas de la organización y termina con la 













Participantes en el Subproceso: Rol
Macroproceso: Apoyo




Fecha: Octubre 01 de 2014
INVOLUCRADOS EN EL SUBPROCESO
Líder del  Subproceso:
Responsables:










Factores claves de éxito:





















* Diseño de Servicios
Contar con la asistencia de una persona que asista en la gestión de los 
procesos administrativos y de gestión del área
Continuidad de los líderes de los procesos que tienen relación con el 
subproceso
NORMAS Y DOCUMENTOS DEL SUBPROCESO
Normatividad Interna Normatividad Externa
* Política de Seguridad Informática
Plan de Mitigación del riesgo
RECURSOS
Ley 1581 del 17 octubre 2012 sobre Protección de datos personales
Consolidado de Riesgos
Circular 05 de Derechos de Autor
RIESGOS DEL SUBPROCESO
Ley 1273 de 2009 sobre Los Delitos Informáticos
Controles del Subproceso: Sistemas de Información
El subproceso se controla a través de análisis peridico de los 
indicadores
* Service Desk GLPI




Ley 44 de 1993
Ley 603 2000
* Linea telefonica local
* Linea de Celular
* Red física interna de comunicación
* Red inalámbrica de comunicación
* Infraestructura tecnologica
Acuerdo 060 2001 Pautas para la administración de las comunicaciones oficiales en las entidades públicas y las 
privadas que cumplen funciones públicas.
* Asistente Administrativo y de procesos
* Financieros: Recursos 
propios
Necesidades y 
Requerimientos propias del 
proceso
Gestor de Tecnologias de Información
Ley 23 de 1982 sobre Derechos de Autor
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Tabla 34.  Presentación- Gestión de la demanda 
 
 











GESTIÓN DE LA DEMANDA 
Tecnologías de la Información/Estrategia del 
Servicio
Identificar y refinar las necesidades de negocio con el fin de generar la alternativa de
solución más factible y eficiente, con respecto a otras evaluadas y que en su desarrollo
cumplirá con los objetivos y metas del negocio
Este servicio inicia con una necesidad de negocio que se debe perfilar para poder
plantear y proponer diferentes alternativas de solución y finalmente seleccionar la
óptima, que permitirá dar solución a la necesidad manifestada en los tiempos y con
una relación costo / beneficio sea la  más adecuada para el negocio.
Ver matriz RASCI
Ver hoja de Desarrollo
A-TI-GM-F01-Plan General de Proyectos
A-TI-GM-F02-Acta de Reunión
A-TI-GM-F03-Entendimiento de la Situación Actual
A-TI-GM-F04- Guía de Adaptación de la Demanda
A-TI-GM-F05-Paquete de Diseño
A-TI-GM-F06-Análisis de Mercado
A-TI-GM-F07-Matriz de Requerimientos de Infraestructura
A-TI-GM-F08-Correo de Solicitud de Aceptacion de REQ-Infraestructura
A-TI-GM-F09-Matriz de Requerimientos de Seguridad
A-TI-GM-F10-Aceptación de Requerimientos Funcionales
A-TI-GM-F11-Matriz de Trazabilidad Gestión de Requerimientos
A-TI-GM-F12-Check List para Control de Proyectos
A-TI-GM-F13-Cronograma
A-TI-GC-F01-Solicitud de Cambio (RFC)











8.1.1.2 Proceso: Gestión de la Demanda 
 





8.1.1.3 Matriz RASCI: Gestión de la Demanda 
 














































8.1.2 Portafolio del servicio 
 
8.1.2.1 Presentación: Portafolio de Servicio 































8.1.2.2 Proceso: Portafolio de servicio 
 
Ilustración 31. Proceso: Portafolio de Servicios 
 
 









8.1.2.3 Matriz: Portafolio de Servicio 
 






8.1.3  Gestión Estratégica 
 
8.1.3.1 Presentación: Gestión Estratégica 
 
8.1.3.2 Proceso: Gestión Estratégica 
 
8.1.3.3 Matriz RASCI – Gestión Estratégica 
 

















8.1.4 Gestión financiera  
 
8.1.4.1 Presentación: Gestión Financiera 
 






















8.1.4.2 Proceso:  Gestión Financiera  
 





8.1.4.3 Matriz RASCI: Gestión Financiera 
 





















8.2 Caracterización del proceso de diseño de servicios de TI 
 
Tabla 40. Caracterización del proceso de diseño de servicios de TI  
 
 
           Fuente: elaboración propia 
 
PROVEEDORES ENTRADAS PROCESO DE TRANSFORMACIÓN SALIDAS CLIENTES
Director de TI Directrices estratégicas Control de Cambios Director de TI
Líderes de proceso Plan de Cambios Líderes de Proceso
Sub Gerentes y 
Directores
Proyecto de TI
Sub Gerentes y 
Directores
Gerentes de proyecto Componentes tecnológicos Diseño de Soluciones Gerentes de Proyecto
Plan de Cambios Diseño de Servicios
Requisiciones Proveedores
Condiciones Generales Contratistas
Pliegos de Condiciones Mercado 
Necesidades y 
Requerimientos propias del 
proceso
Gestor de Tecnologías de la Información
DESCRIPCIÓN DEL SUBPROCESO
Factores claves de éxito:
-Análisis de 
requerimientos
Continuidad del lider del proceso
Ley 23 de 1982 sobre Derechos de Autor
Ley 44 de 1993
Ley 603 2000
Consultar en ISOSYSTEM con la siguiente ruta: Documentos/Consulta/Documentos/Sistema Integrado de Gestión y Calidad/Matrices Sistema Integrado de Gestión y Calidad/MR000022
Matriz SAR - Diseño de Servicios de TI
Circular 05 de Derechos de Autor
RIESGOS DEL SUBPROCESO
Consolidado de Riesgos Plan de Mitigación del riesgo
Acuerdo 060 2001 Pautas para la administración de las comunicaciones oficiales en 
las entidades públicas y las privadas que cumplen funciones públicas.
Controles del Subproceso:
Ley 1581 del 17 octubre 2012 sobre Protección de datos personales
Sistemas de Información
Ley 1273 de 2009 sobre Los Delitos Informáticos
El subproceso se controla a través de análisis periódico de los 
indicadores
-Service Desk GLPI -Iso System Proyectos -Microsoft Proyect -Seven -SAIA
NORMAS Y DOCUMENTOS DEL SUBPROCESO
Normatividad Interna Normatividad Externa
Política de Seguridad Informatica
% del cumplimiento de los planes y 
proyectos de innovación Cumplimiento
Actividades ejecutadas / 
Actividades Planeadas Plan Estratégico
% Cumplimiento de las políticas de 
gestión de la seguridad informática Cumplimiento
Controles cumplidos/total de control 
establecidos Plan Estratégico
Validación de la solución
-Gestión del Catálogo 
de servicios
Gestión de la 
continuidad                 
Gestión de la 
disponibilidad            











Analisis de mercado, 










Conocimientos avanzados en dirección y gestión de proyectos
Plan Estratégico
INVOLUCRADOS EN EL SUBPROCESO
Líder del  Subproceso:
Responsables:
Carlos Andres Vásquez Practicante universitario Asistencia en el diseño y planificación
Participantes en el Subproceso: Rol
Macroproceso: Apoyo
Proceso: Tecnologías de la Información
Subproceso: Diseño de Servicios de TI
Versión: 0
Código: CR-DST-01 















% Sistematización de los procesos Cumplimiento
Nivel de sistematización de los 









- Acciones de mejoramiento.
SEGUIMIENTO Y CONTROL DEL SUBPROCESO
Diseñar nuevos servicios o diseñar modificaciones a servicios 
existentes para su introducción en el ambiente de producción.
Este proceso inicia con la requisición de un nuevo servicio o la modificación de uno existente y termina con la 

















Eficacia del BCP (pruebas y 
simulaciones) Cumplimiento

















Tabla 39. (Continuación) 1 
 





PROVEEDORES ENTRADAS PROCESO DE TRANSFORMACIÓN SALIDAS CLIENTES
Director de TI Directrices estratégicas Control de Cambios Director de TI
Líderes de proceso Plan de Cambios Líderes de Proceso
Sub Gerentes y 
Directores
Proyecto de TI
Sub Gerentes y 
Directores
Gerentes de proyecto Componentes tecnológicos Diseño de Soluciones Gerentes de Proyecto
Plan de Cambios Diseño de Servicios
Requisiciones Proveedores
Condiciones Generales Contratistas
Pliegos de Condiciones Mercado 
Necesidades y 
Requerimientos propias del 
proceso
Gestor de Tecnologías de la Información
DESCRIPCIÓN DEL SUBPROCESO
Factores claves de éxito:
-Análisis de 
requerimientos
Continuidad del lider del proceso
Ley 23 de 1982 sobre Derechos de Autor
Ley 44 de 1993
Ley 603 2000
Consultar en ISOSYSTEM con la siguiente ruta: Documentos/Consulta/Documentos/Sistema Integrado de Gestión y Calidad/Matrices Sistema Integrado de Gestión y Calidad/MR000022
Matriz SAR - Diseño de Servicios de TI
Circular 05 de Derechos de Autor
RIESGOS DEL SUBPROCESO
Consolidado de Riesgos Plan de Mitigación del riesgo
Acuerdo 060 2001 Pautas para la administración de las comunicaciones oficiales en 
las entidades públicas y las privadas que cumplen funciones públicas.
Controles del Subproceso:
Ley 1581 del 17 octubre 2012 sobre Protección de datos personales
Sistemas de Información
Ley 1273 de 2009 sobre Los Delitos Informáticos
El subproceso se controla a través de análisis periódico de los 
indicadores
-Service Desk GLPI -Iso System Proyectos -Microsoft Proyect -Seven -SAIA
NORMAS Y DOCUMENTOS DEL SUBPROCESO
Normatividad Interna Normatividad Externa
Política de Seguridad Informatica
% del cumplimiento de los planes y 
proyectos de innovación Cumplimiento
Actividades ejecutadas / 
Actividades Planeadas Plan Estratégico
% Cumplimiento de las políticas de 
gestión de la seguridad informática Cumplimiento
Controles cumplidos/total de control 
establecidos Plan Estratégico
Validación de la solución
-Gestión del Catálogo 
de servicios
Gestión de la 
continuidad                 
Gestión de la 
disponibilidad            











Analisis de mercado, 










Conocimientos avanzados en dirección y gestión de proyectos
Plan Estratégico
INVOLUCRADOS EN EL SUBPROCESO
Líder del  Subproceso:
Responsables:
Carlos Andres Vásquez Practicante universitario Asistencia en el diseño y planificación
Participantes en el Subproceso: Rol
Macroproceso: Apoyo
Proceso: Tecnologías de la Información
Subproceso: Diseño de Servicios de TI
Versión: 0
Código: CR-DST-01 















% Sistematización de los procesos Cumplimiento
Nivel de sistematización de los 









- Acciones de mejoramiento.
SEGUIMIENTO Y CONTROL DEL SUBPROCESO
Diseñar nuevos servicios o diseñar modificaciones a servicios 
existentes para su introducción en el ambiente de producción.
Este proceso inicia con la requisición de un nuevo servicio o la modificación de uno existente y termina con la 

















Eficacia del BCP (pruebas y 
simulaciones) Cumplimiento

















8.2.1. Gestión de acuerdos a nivel de servicio  
 
8.2.1.1 Presentación: Acuerdos a Nivel de Servicio 
 



















8.2.1.2 Proceso : Acuerdos a Nivel de Servicio 






1.2.1.3  Matriz RASCI- Acuerdos a Nivel de Servicio 
       Fuente: elaboración propia.  
 
8.2.1.3 Matriz  RASCI: Acuerdos a nivel del servicio 
 



















                    Fuente: elaboración propia. 
 
8.2.2 Gestión de catálogos del servicio 
 
8.2.2.1 Presentación- Gestión de catálogos del servicio 
 















                          









8.2.2.2 Proceso: Gestión de catálogos del servicio 
 














8.2.2.3 Matriz RASCI:  Gestión de Catálogo de Servicios 


















                                     Fuente: elaboración propia. 
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8.2.3 Gestión de la continuidad del servicio 
 
8.2.3.1 Presentación: Gestión de la continuidad del servicio  
 



















8.2.3.2 Proceso: Gestión de la continuidad del servicio 
 













8.2.3.3 Matriz RASCI: Gestión de la continuidad del Servicio 
 




















8.2.4 Gestión de la seguridad de la información  
 









                                   














8.2.4.2 Proceso: Gestión de la seguridad de la información  
 
Ilustración 37.  Proceso: Gestión de la seguridad de la información  
Fuente: elaboración propia. 
8.2.4.3 Matriz RASCI- Gestión de la seguridad de la información 
 























8.3 Caracterización del proceso Transición del Servicio 
 






















8.3.1 Transición del servicio  
 
8.3.1.1 Presentación: Gestión de cambios   
 









                          Fuente: elaboración propia











8.3.1.2  Proceso: Gestión de cambios  




8.3.1.3 Matriz RASCI: Gestión de Cambios  
 
















                                  




8.3.2 Servicio: Gestión de la Configuración y Activos del Servicio 
 
8.3.2.1 Presentación: Gestión de la Configuración y Activos del Servicio 
 



















Comentado [u4]: FALTAN REGISTROS 
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8.3.2.2  Proceso: Gestión de la Configuración y Activos del Servicio 
 
Ilustración 39.  Proceso: Gestión de la Configuración y Activos del Servicio 
 











8.3.2.3 Matriz RASCI: Gestión de la Configuración y Activos del Servicio 
 




















8.3.3 Gestión de Liberación y Despliegue 
 
8.3.3.1 Presentación: Gestión de Liberación y Despliegue 
 



















Comentado [u5]: FALTAN REGISTROS 
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8.3.3.2 Proceso: Gestión de Liberación y Despliegue 
 
Ilustración 40. Proceso: Gestión de Liberación y Despliegue 
 
 












8.3.3.3 Matriz RASCI: Gestión de Liberación y Despliegue 
 










































8.3.4 Gestión de validación de pruebas  
 
8.3.4.1 Presentación: Gestión de la validación de pruebas 
 




















Ilustración 41. Proceso: gestión de la validación y pruebas 
 
 


































8.3.5 Gestión de versiones  
 
8.3.5.1 Presentación: Gestión de versiones  
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8.3.5.2 Proceso: Gestión de Versiones 
 
















8.3.5.3 Matiz RASCI: Gestión de versiones 
 

















                                             Fuente: elaboración propia. 
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8.4 Caracterización del proceso operación del servicio. 
 






















8.4.1 Gestión de Accesos 
 
8.4.1.1 Presentación: Gestión de Accesos  






















8.4.1.1 Proceso: Gestión de Accesos  
 














8.4.1.2 Matriz RASCI: Gestión de Accesos  
 



















8.4.2 Gestión de Eventos 
 
8.4.2.1 Presentación: Gestión de Eventos  
 







 Fuente: elaboración propia 
 
8.4.2.2 Proceso:  Gestión de Eventos 
 








8.4.2.3 Matriz RASCI: Gestión de Eventos  
 



















8.4.3 Gestión de Incidencias  
 
8.4.3.1 Presentación:  Gestión de Incidencias  
 









                    
 
 


















8.4.3.2 Proceso: Gestión de Incidentes 
 
















8.4.3.3 Matriz RASCI: Gestión de Incidentes 
 











































8.4.4 Gestión de Problemas  
 
8.4.4.1 Presentación: Gestión de Problemas  
 











                Fuente: elaboración propia.
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8.4.4.2 Proceso : Gestión de Problemas  
 







8.4.4.3 Matriz RASCI: Gestión de Problemas  
 

















9. CONTEXTO – AÑO 2012 
 
En el año 2012 en respuesta a las necesidad de garantizar el desarrollo tecnológico 
alineado a la estrategia, objetivo que se despende del plan estratégico 
organizacional 2012-2015 la empresa contrato realizar un análisis a la función de TI 
a la compañía EY, identificando situaciones sujetas a mejoramiento tales como: 
 El área de TI no estaba consolidada y el nivel de esta dentro de la Entidad no le 
permitía ser un aliado estratégico, generando una función de TI reactiva. 
 Ausencia de claridad en el alcance y objetivos de los servicios de TI, así como la 
identificación de los clientes y las expectativas de servicio por parte de estos. 
 Ausencia de conocimiento de las funcionalidades de los sistemas de información 
por parte de Entidad y resistencia por parte de las áreas usuarias para su uso, lo 
cual conllevaba a un alto uso de Excel como herramienta alternativa para 
preparación, validación y aprobación de información. 
 Deficiencias en los esquemas de respaldo y recuperación de información. 
 Ausencia de marcos normativos de TI. 
 Bajo nivel de conciencia de control en relación con la seguridad de la información 
y ausencia de mecanismos fuertes de control de acceso.  
 Soluciones de TI e infraestructura tecnológica cuyo soporte y/o actualizaciones 
había finalizado por parte de los proveedores.  








Al hacer análisis de madurez de los procesos de TI se da la siguiente línea base: 
Tabla 66. Análisis de madurez del proceso TU 2012. 
 
Fuente: elaboración propia. 
 
Ilustración 48. Estrategia del servicio. 
 










ESTRATEGIA DEL SERVICIO 0 1 2 3 4 5 0
DISEÑO DEL SERVICIO 0 1 2 3 4 5 0
TRANSICION DEL SERVICIO 0 1 2 3 4 5 0,3
OPERCIÓN DEL SERVICIO 0 1 2 3 4 5 0,5
MEJORAMIENTO CONTINUO 0 1 2 3 4 5 1






























10. METODOLOGIA DE EVALUACIÓN DEL IMPACTO ORGANIZACIONAL 
 
Para poder hacer una evaluación objetiva del impacto organizacional en la 
aplicación del modelo de implementación propuesto se utiliza el modelo de madurez 
para la administración y el control de los procesos de TI, el cual  se basa en un 
método de evaluación de la organización, de tal forma que se pueda evaluar a sí 
misma desde un nivel de no-existente (0) hasta un nivel de optimizado (5). Este 
enfoque se deriva del modelo de madurez que el Software Engineering Institute 
definió para la madurez de la capacidad del desarrollo de software. Cualquiera que 
sea el modelo, las escalas no deben ser demasiado granulares, ya que eso haría 
que el sistema fuera difícil de usar y sugeriría una precisión que no es justificable 
debido a que en general, el fin es identificar dónde se encuentran los problemas y 
cómo fijar prioridades para las mejoras. El propósito no es evaluar el nivel de 
adherencia a los objetivos de control. 
Los niveles de madurez están diseñados como perfiles de procesos de TI que una 
organización reconocería como descripciones de estados posibles actuales y 
futuros.  
 
Utilizando los modelos de madurez desarrollados para cada uno de los procesos TI, 
la dirección superior podrá identificar: 
 El desempeño real de la empresa—Dónde se encuentra la empresa hoy. 
 El objetivo de mejora de la empresa—Dónde desea estar la empresa 
 El crecimiento requerido entre “como es” y “como será” 
 
Gráficamente el modelo de madurez se describe a continuación 
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Ilustración 49. Madurez de procesos. 
 
El tema de procesos de TI es esencialmente complejo y subjetivo, por lo tanto, es 
más fácil abordarlo por medio de evaluaciones fáciles que aumenten la conciencia, 
que logren un consenso amplio y que motiven la mejora. Estas evaluaciones se 
pueden realizar ya sea contra las descripciones del modelo de madurez como un 
todo o con mayor rigor, en cada una de las afirmaciones individuales de las 
descripciones.  
La ventaja de un modelo de madurez es que es relativamente fácil para la dirección 
ubicarse a sí misma en la escala y evaluar qué se debe hacer si se requiere 
desarrollar una mejora. La escala incluye al 0 ya que es muy posible que no existan 
procesos en lo absoluto. 
La escala del 0-5 se basa en una escala de madurez simple que muestra como un 
proceso evoluciona desde una capacidad no existente hasta una capacidad 
optimizada. 
El modelo de madurez es una forma de medir qué tan bien están desarrollados los 
procesos administrativos, esto es, qué tan capaces son en realidad. Qué tan bien 
desarrollados o capaces deberían ser, principalmente dependen de las metas de TI 
y en las necesidades del negocio subyacentes a las cuales sirven de base. 
Las escalas del modelo de madurez ayudarán a explicarle a la gerencia dónde se 
encuentran los defectos en la administración de procesos de TI y a establecer 
objetivos donde se requieran. El nivel de madurez correcto estará influenciado por 
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los objetivos de negocio de una empresa, por el ambiente operativo y por las 
prácticas de la industria. Específicamente, el nivel de madurez en la administración 
se basará en la dependencia que tenga la empresa en TI, en su sofisticación 
tecnológica y, lo más importante, en el valor de su información. Un punto de 
referencia estratégico para una empresa que ayuda a mejorar la administración y el 
control de los procesos de TI. 
En resumen, los modelos de madurez brindan un perfil genérico de las etapas a 
través de las cuales evolucionan las empresas para la administración y el control de 
los procesos de TI, estos son: 
 Un conjunto de requerimientos y los aspectos que los hacen posibles en los 
distintos niveles de madurez. 
 Una escala donde la diferencia se puede medir de forma sencilla. 
 Una escala que se presta a sí misma para una comparación práctica. 
 La base para establecer el estado actual y el estado deseado. 
 Soporte para un análisis de brechas para determinar qué se requiere hacer para 
alcanzar el nivel seleccionado 
 Tomado en conjunto, una vista de cómo se administra TI en la empresa. 
 
Los modelos de madurez se enfocan en la capacidad, y no necesariamente en el 
desempeño. No son un número al cual hay que llegar, ni están diseñados para ser 
una base formal de certificación con niveles discretos que formen umbrales difíciles 
de atravesar.  
Sin embargo, se diseñaron para ser aplicables siempre, con niveles que brindan 
una descripción que una empresa pueda reconocer como la mejor para sus 
procesos. El nivel correcto está determinado por el tipo de empresa, por su medio 
ambiente y por la estrategia. 
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Los objetivos de control de COBIT guían los mecanismos de control y éstos se 
enfocan en qué se hace en el proceso; los modelos de madurez se enfocan 
principalmente en qué tan bien se administra un proceso. Un ambiente de control 
implantado de forma adecuada, se logra cuando se han conseguido los tres 
aspectos de madurez (capacidad, desempeño y control). El incremento en la 
madurez reduce el riesgo y mejora la eficiencia, generando menos errores, más 
procesos predecibles y un uso rentable de los recursos. 
 
10.1 Fases de análisis de madurez 
 
Para llevar adecuadamente la evaluación de madurez de proceso se plantea 
desarrollar un proceso de análisis compuesto por 4 fases 
 
10.1.1 Fase 0 Preparación Inicial 
 
 Definición del personal clave con conocimiento de : 
o Plan estratégico y metas institucionales. 
o Plan estratégico  y metas de TI. 
o Organización de área de TI 
 Indicadores de desempeño de procesos de TI (índices, Balanced Scorecard y 
similares) 
 Presentación de fundamentos del modelo de madurez al personal clave. 





10.1.2 Fase 1 Análisis Preliminar 
 
Recopilación de: 
 Plan estratégico y metas institucionales. 
 Organización del área de TI.  
 Plan estratégico de TI y metas de TI. 
 Indicadores de desempeño de procesos de TI  (Índices, Balanced Score card o 
similares) 
Análisis de Metas Institucionales vrs. Metas de TI con el objetivo de determinar el 
grado de alineamiento con la estrategia institucional.  











10.1.3 Fase 2 Medición 
 
Ilustración 50. Vista general del proceso de medición. 
 
 
                             Fuente: elaboración propia. 
 
El proceso tiene 3 etapas. 
10.1.3.1 Alcance y Priorización 
Definición  de  horizonte a corto y mediano plazo, descripción de brecha inicial. Se 
define la importancia  relativa de las metas del negocio relacionadas a cada proceso 




 Medición detallada de procesos, para establecer grado de madurez. Para cada uno 
de los procesos definidos, se hace un análisis de madurez, de acuerdo a los 6 
grados de madurez definidos, en base a diferentes declaraciones planteadas a las 
cuales se debe dar un peso y una valoración cualitativa. Se establece su grado de 
madurez según  la importancia definida en la etapa de alcance y priorización.  
10.1.3.3 Resultados 
Determinación de brecha. Se presentan en forma gráfica los resultados en forma 
comparativa entre horizonte deseado a corto y mediano plazo y grado de madurez 
actual. 
 
10.1.4  Fase 3 Análisis de Resultados 
 
Diagnóstico general y detallado de acuerdo a resultados de mediciones y de 
brechas determinadas y su relación con los procesos.  Recomendación de acciones 
a tomar para iniciar mejoras en la capacidad de los procesos según las prioridades 
determinadas. 













11. IMPACTO ORGANIZACIONAL 
 
11.1 Definición de la organización: aguas y aguas de Pereira 
 
La Empresa de Acueducto y Alcantarillado de Pereira S.A. E.S.P, tiene por objeto 
principal la prestación de los servicios públicos domiciliarios de acueducto y 
alcantarillado incluyendo sus actividades complementarias, entre las cuales se 
encuentra el control de la calidad del agua, que tuvo sus inicios mucho antes de la 
división de las Empresas Públicas y que desde entonces paulatinamente se fueron 
montando las herramientas necesarias y adquiriendo equipos para poder realizar 
pruebas que garantizan el cumplimiento de los estándares de calidad en el producto 
y así generar confianza a los Pereiranos. El Laboratorio de Control de Calidad fue 
acreditado por la Superintendencia de Industria y Comercio mediante la resolución 
16702 del 28 de mayo de. 
 
11.2 Tecnologías de la información 
 
Después de realizar un análisis de las diferentes áreas estratégicas y de recopilar 
información con las   autoridades de proceso de la organización Aguas y Aguas se 
evidencia que no se encuentra en el área de Sistemas un aliado estratégico que 
potencialice los emprendimientos y planes de mejora continua de los procesos, no 
se genera la confianza esperada de un proceso responsable de soportar, mantener 
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y asegurar uno de los activos más preciados de la organización: “LA 
INFORMACIÓN”. 
Básicamente no se tienen procesos en los cuales se sepa qué hacer, en qué 
momento y con qué herramientas, y por consiguiente no hay esa comunicación de 
responsabilidades entre las áreas de TI. 
En coherencia con el plan estratégico de la organización y la visión empresarial de 
la gerencia y su Staff de líderes de proceso, se hace necesario una real 
conceptualización del área de TI, reconociendo que una gestión clara de procesos 
de TI, al interior de la organización, se convierte día a día en una necesidad vital 
para el óptimo sostenimiento del negocio y de acuerdo con esta visión dicha área 
cumplirá cada vez un papel más estratégico en el apoyo a la toma de decisiones de 
alto nivel que dinamizará el logro de los objetivos corporativos. 
 
De lo anterior se colige que uno de los principales retos al que se enfrenta el área 
de TI es contemplar todo lo necesario para crear un lenguaje de negocios en el área 
de TI y un lenguaje técnico en el área de negocios; es decir crear un puente de 
entendimiento entre las dos grandes áreas, ya que finalmente es de vital importancia 




Como punto de partida utilizando la matriz FLOR se desarrolla un diagnóstico inicial 






 La gerencia reconoce la relevancia de los procesos de gestión de servicios 
TI 
 
 El grupo humano de TI demuestra un elevado compromiso para con la 
organización y vocación de servicio. 
 
 Se cuenta con una infraestructura tecnológica robusta y adecuada para dar 
soporte al portafolio de servicios TI. 
 
 Grupo de proveedores consolidado. 
 
 Expectativas y actitud de trabajo en equipo por parte de la alta gerencia, en 




 Falta de capacitación y formación en temas propios de servicio TI 
 El software corporativo no es aprovechado al 100%. 
 Los servicios desarrollados por proveedores externos no cuentan con acuerdos 
de servicio ni indicadores que permitan evaluar, cualificar y asegurar la calidad 
de los servicios contratados. 
 El software de colaboración y comunicación corporativa no está a la altura de las 
expectativas de la organización. 
 No se cuenta con una política de seguridad informática y un modelo de gestión 
con indicadores que permita medir y mejorar el proceso de TI. 
 En el proceso de TI no se evidencia empoderamiento en la administración y 




 TI tan sólo se dedica a la entrega de productos, sin considerar los objetivos de la 
empresa como los suyos propios. En cambio, se considera a sí misma como un 
proveedor de productos. 
 El equipo humano de TI es insuficiente y gran parte de la responsabilidad de 




 Generar equipo de trabajo con los líderes de los procesos. 
 Rediseñar el procesos de TI consolidándose como el principal aliado 
corporativo para los procesos misionales. 
 La alta gerencia está compuesta por un grupo de profesionales con altos 
niveles de competencia que pueden apoyar y generar sinergia con el nuevo 
proyecto de generación de valor en TI. 
 El plan estratégico de la organización privilegia las mejores prácticas, el 




 Maximizar la calidad del servicio apoyando al negocio de una manera fiable. 
 Resolución a los problemas que requieren atención   inmediata a través de un 
plan de choque tecnológico. 
 Implementación e implantación del plan maestro de automatización que provea 
a ingeniería de información oportuna y veraz que dinamice el proceso. 
 Usufructo de los aplicativos corporativos al 100% 
 Fortalecimiento del proceso comercial con herramientas que mejoren y 
potencialicen la experiencia del cliente con la empresa. 
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 Acompañar, mediante trabajo de equipo, al área financiera para implantar e 
implementar las normas Internacionales de Información Financiera (NIIF). 
 Dar trámite y gestionar las diferentes iniciativas que se han planteado en cada 
uno de los procesos, de acuerdo con planes y proyectos que respondan a las 
prioridades de la organización. 
 
11.3.5 Resultados comparativos 
 
11.3.5.1 Madurez de procesos alcanzados 
 





          Fuente: elaboración propia 
 
11.3.5.2 Proceso: Estrategia de servicios tecnológicos  
 
Ilustración 52.  Proceso: Estrategia de servicios tecnológicos  
 
 







11.3.5.3 Proceso Diseño de servicios tecnológicos 
 
Ilustración 53.  Proceso Diseño de servicios tecnológicos 
 
 










11.3.5.4 Proceso Transición de servicios tecnológicos 
 
Ilustración 54.  Proceso Transición de servicios tecnológicos 
 
  









11.3.5.5. Proceso Operación de servicios tecnológicos 
 
Ilustración 55.  Proceso Operación de servicios tecnológicos 
 
 


















11.3.5.5 Indicadores de gestión 
 
































Eficiencia en la implementación 
del plan estratégico de TIC´s
semestra l >=70% 94% >=80% 87,00% >=85% 87,00% >=85%
Eficiencia en la atención del cliente 
interno en los procesos 
informáticos
mensual 70% 70,50% 80% 35,83% 85% 84,98% 85%
Eficienica en acuerdos de Nivel de 
servicio en incidencias y problemas
mensual 70% 93,40% 80% 74,52% 85% 86,21% 85%
Eficiencia en trabajos y proyectos 
realizados
mensual 70% 75% 80% 100% 85% 87,3% 85%
% Sistematización de los procesos semestra l 45% 49% 50% 53% 58% 62% 65%
% Disponibilidad Tecnologías mensual 70% 99,90% 98% 99.99% 98% 99.81% 98%
Eficacia del BCP (pruebas y 
simulaciones)
trimestra l 83% 83,30% 90% 91.18% 90% 96.67% 90%
% Cumplimiento de las políticas de 
gestión de la seguridad 
infoirmática
mensual 62% 67,70% 80% 81.25% 80% 86.88 % 80%
% del cumplimiento de los planes y 
proyectos de innovación
mensual 88% 88% 80% 84% 80% 89% 80%
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12. LECCIONES APRENDIDAS 
 
En términos generales podemos concluir que luego de finalizado el proceso de 
implementación de modelo, La empresa de Acueducto y Alcantarillado de Pereira 
mejoró su nivel de madurez de procesos pasando de un nivel “inexistente” a 
“Definido” y muy cerca del “Gestionado”. 
Se hace necesario mantener y mejorar el nivel de madurez alcanzado realizando 
actividades tales como: Planes de acción frente a oportunidades de mejora, 
seguimiento y generación de informes, auditorias de gestión, análisis de resultados 
entre otros. 
Es recomienda continuar trabajando en fases subsecuentes, con el fin de lograr un 
control estadístico de los procesos de TI, midiendo variables de uso de los recursos 
que permitan un manejo eficaz y eficiente, lo que permitirá ascender en el nivel de 
madurez de los procesos y optimizar la alineación con el negocio. 
El nivel de madurez alcanzado posibilita a la dirección de TI de Aguas & Aguas 
pensar en el desarrollo de una estructura proyectizada.  
Para poder alcanzar los niveles de madurez superiores es requisito implementar 
procesos de alta gerencia como son, análisis del retorno de la inversión y 
arquitectura empresarial, pero para eso hay que recurrir a otros frame work como 







13. CONCLUSIONES  
 
 Solo porque ITIL v3 está basado en el ciclo de vida del servicio no significa que la 
táctica deba empezar al implementar la Estrategia de Servicio. Ya que es necesario 
examinar las áreas de oportunidad y retos que las organización tiene. Para 
implementar ITIL es preciso idear y gestionar de forma estratégica una sólida 
estructura táctica. Los clientes quieren servicios que estén disponibles y funcionen 
cuando los necesiten.  
La función de mesa de servicios configuración, cambio, despliegues y catálogo de 
servicio son necesarios para mejorar la disponibilidad del servicio, ya que todos son 
procesos tácticos y operativos con capacidad de proporcionar rápidamente un 
rendimiento de la inversión mediante la reducción de la frecuencia de las 
interrupciones y la disminución del tiempo de respuesta y resolución de problemas 
y de peticiones de servicios. 
Implementar ITIL en una organización puede tomar varios años, por lo cual es 
importante cubrir metas rápidas que den visibilidad del éxito de la implementación 
en fases tempranas del proyecto. 
Si bien es cierto que cada organización tiene sus propias necesidades y requisitos, 
los procesos o la fase del ciclo de vida del servicio por los que se comience a 
implementar ITIL deberán ser validados desde las necesidades y los requisitos de 
cada empresa. También es igual de cierto que los proyectos de implementación de 
ITIL se caracterizan por un curso de acción típico, independientemente del tamaño 
de la compañía y su negocio básico. Esto hace que sea viable proponer una 
metodología de referencia que puede servir como guía para una gran variedad de 
iniciativas de ITIL. 
Por consiguiente se puede decir que esta metodología de referencia que está 
orientada totalmente mente al logro puede ser aplicable a cualquier sector 
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empresarial u organizacional siempre y cuando no se olvide que objetivo mayor de 
toda implementación será: proporcionar un valor añadido a la empresa en los 
servicios prestados. 
En cuanto a los posibles trabajos futuros se menciona lo siguiente: 
1. Realizar un análisis de las empresas proveedoras locales de servicios de TI 
de su capacidad de gestión frente a ITIL. 
 
2. Desarrollar un caso de estudio aplicado a todos los servicios de las empresas 
no solo de servicios públicos si no a las organizaciones en genera. 
 
3. Proponer la mejor forma de automatizar todo el ciclo de vida del servicio. 
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