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RESUMEN 
 
La Tesis que hemos denominado “La Función Pública Notarial y la 
Seguridad Jurídica respecto de la Contratación Electrónica en el Perú”, se 
orienta a determinar de qué manera la función pública notarial puede garantizar 
la seguridad jurídica en la celebración de los contratos electrónicos en nuestro 
país. 
 
En este sentido, la formulación de nuestro Problema fue el siguiente: ¿DE QUÉ 
MANERA LA FUNCIÓN PÚBLICA NOTARIAL PUEDE GARANTIZAR LA 
SEGURIDAD JURÍDICA EN LA CELEBRACIÓN DE LOS DENOMINADOS 
„CONTRATOS ELECTRÓNICOS‟ EN EL PERÚ?, frente a lo cual nos 
planteamos los siguientes objetivos principales: Conocer los aspectos 
generales de la función pública notarial; Determinar la importancia de las 
nuevas transacciones electrónicas; Identificar los programas o medidas de 
seguridad más convenientes a implementarse con el fin de brindar confianza en 
la celebración de los contratos electrónicos; Analizar, a nivel del Derecho 
comparado, los principales mecanismos que ofrece la función notarial para 
brindar seguridad jurídica en la contratación electrónica; y Conocer, mediante 
entrevistas a notarios públicos y especialistas de La Libertad, la conveniencia 
de ofrecer nuevos mecanismos con el fin de brindar una mayor efectividad en 
la celebración de los contratos electrónicos en el Perú. 
 
En cuanto al enunciado de la hipótesis tenemos: “La manera en que la 
función pública notarial puede garantizar la seguridad jurídica en la 
celebración de los denominados „contratos electrónicos‟ en el Perú se da 
mediante la implementación de mecanismos digitales que certifiquen la 
identidad o participación de las partes contratantes a los que el Notario 
tenga acceso seguro”. 
 
En aplicación de los diversos métodos lógicos y jurídicos, entre ellos los 
métodos de interpretación, hermenéutico, deductivo y sintético, se logró 
concluir que, efectivamente, la manera en que la función pública notarial puede 
  
garantizar la seguridad jurídica en la celebración de los denominados 
“contratos electrónicos” en nuestro país, se dará mediante la implementación 
de mecanismos digitales que logren certificar la identidad o participación de las 
partes contratantes, los cuales permitirán no solo modernizar el servicio notarial 
sino darle mayor confianza a la ciudadanía en la celebración de contratos de 
esta naturaleza. Asimismo, que la regulación que tiene nuestra legislación en 
torno a la seguridad jurídica en la celebración de los llamados “contrato 
electrónicos” es todavía incipiente; no obstante la recepción de la manifestación 
de la voluntad por medios electrónicos y la regulación de la firma digital es un 
primer avance en lograr un adecuado marco normativo con la finalidad de 
otorgar una seguridad jurídica plena a las partes contratantes de este tipo de 
contratación electrónica. 
 
En esta investigación encontramos en el Capítulo I, la Realidad Problemática 
el Problema de investigación, los Objetivos, la Justificación y los Antecedentes 
o investigaciones previas. 
 
En el Capítulo II, presentamos lo relativo al Marco Teórico, donde podemos 
encontrar cuestiones referidas a La función pública notarial, Teoría de los 
contratos y contratación electrónica, Aspectos generales de la firma digital, y 
Problemática técnico- jurídica de la contratación electrónica. 
 
El Capítulo III está referido a las cuestiones metodológicas, donde 
encontramos específicamente la hipótesis y sus respectivas variables. 
 
En el Capítulo IV presentamos y discutimos los resultados de la investigación, 
especialmente las Razones o fundamentos por los cuales la función pública 
notarial puede garantizar la seguridad jurídica en la celebración de los 
denominados “contratos electrónicos”, las Entrevistas y Legislación comparada. 
 
En la parte final de este trabajo se presentan las Conclusiones, Propuesta 
Legislativa, Bibliografía y Anexos. 
  
  
ABSTRACT 
 
The thesis we have called "The Public Notary and legal security of e-
Procurement in Peru" aims to determine how the notary public can ensure 
legal certainty in the conclusion of electronic contracts in our country . 
 
In this sense, the formulation of our problem was: HOW THE ATTORNEY CAN 
GUARANTEE THE CIVIL LEGAL SECURITY IN THE CELEBRATION OF 
THE SO-CALLED 'ELECTRONIC CONTRACTS' IN PERU?, against which we 
set the following objectives Main: Know the general aspects of the notary public; 
Determine the importance of the new electronic transactions; Identify programs 
or measures to be implemented more convenient security in order to provide 
confidence in the conclusion of electronic contracts; Analyze comparative law 
level, the main mechanisms offered by the notarial function to provide legal 
certainty in electronic trading; and know, through interviews with public notaries 
and specialists of La Libertad, the desirability of new mechanisms in order to 
provide greater effectiveness in the use of electronic contracts in Peru. 
 
As for the statement of the hypothesis we have: "The way in which the 
notarial function can ensure legal certainty in the celebration of the so-
called 'electronic contracts' in Peru is given by implementing digital 
devices certifying the identity or participation Contracting parties to the 
Notary have safe access. " 
 
Pursuant to various logical and legal methods, including methods of 
interpretation, hermeneutics, deductive and synthetic, is able to conclude that, 
indeed, the way the notary public can ensure legal certainty in the celebration of 
the so-called " electronic contracts "in our country, will by implementing digital 
mechanisms in order to certify the identity or participation of the contracting 
parties, which will allow not only modernize the notarial service but to give 
citizens more confidence in the conclusion of contracts of this nature. Also, the 
regulation has our legislation around the legal certainty in the celebration of the 
so-called "electronic contract" is still in its infancy; however the reception of the 
  
manifestation of the will by electronic means and regulation of digital signatures 
is a first step in achieving an appropriate regulatory framework in order to grant 
full contracting parties of such electronic procurement legal certainty. 
 
In this research we found in Chapter I, the problematic reality the research 
problem, the objectives, the rationale and background or previous research. 
 
In Chapter II, we present as regards Theoretical Framework, where we can find 
issues related to the notary public, Theory of contracts and electronic trading, 
general aspects of digital signature, and technical and legal Issues of e-
procurement. 
 
Chapter III is referred to methodological issues, specifically where we find the 
assumptions and their respective variables. 
 
In Chapter IV we present and discuss the results of the research, especially the 
reasons or grounds on which the notary public can ensure legal certainty in the 
celebration of the so-called "electronic contracts", interviews and comparative 
law. 
 
In the final part of this work the conclusions, Legislative Proposal, bibliography 
and appendices are presented. 
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CAPÍTULO I 
_______________________________________________________________________________ 
EL PROBLEMA 
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1.1.- REALIDAD PROBLEMÁTICA:  
 
La presente investigación ha centrado su problemática en una de las funciones 
principales asignadas a la figura del Notario, en el contexto de otorgar 
seguridad jurídica necesaria que facilite un acercamiento, legítimo y autónomo, 
entre las partes concurrentes en los contratos de naturaleza electrónica. 
 
El Notario es la persona encargada de dar fe de cuanto acto se realiza ante su 
presencia en todo sistema jurídico de origen romano germánico. La Ley 
peruana, Decreto Legislativo Nro. 1049, en su Art. 2, lo define como ―(…) el 
profesional del derecho que está autorizado para dar fe de los actos y contratos 
que ante él se celebran, para ello formaliza la voluntad de los otorgantes, 
redactando los instrumentos a los que confiere autenticidad, conserva los 
originales y expide los traslados correspondientes. Su función también 
comprende la comprobación de hechos y la tramitación de asuntos no 
contenciosos previstos en la ley de la materia".  
 
A mayor abundamiento, el máximo tribunal peruano reconoce que ―el notario es 
un profesional del derecho que, en forma imparcial e independiente, ejerce una 
función pública consistente en autenticar, redactar, conservar y reproducir los 
documentos, así como asesorar de manera imparcial a quienes soliciten su 
intervención, incluyéndose la certificación de hechos. (…). Así, el notario dota 
de fe pública y seguridad jurídica a los actos y negocios jurídicos que ante él se 
celebren. La especial valía que nuestro ordenamiento jurídico concede a los 
medios documentales que gozan de la fe pública del notario, exige a su vez de 
éste una intachable conducta moral (Exp. N° 04-1997-AI/TC), cuya intervención 
la podemos cifrar actualmente desde un doble punto de vista: a) desde el 
Derecho, en tanto que el Notario dotará de fe pública, necesaria para la 
tranquilidad de las relaciones jurídicas contractuales, y b) desde la informática, 
pues contribuirá con su presencia en las cuestiones certificadoras de diversos 
tipos de documentos incluyendo soporte electrónico. 
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Se entiende, pues, que el Notario viene a ser un profesional cuya intervención 
es fundamental para una sociedad, en tanto y en cuanto otorga carácter público 
a determinados documentos y actos celebrados en su presencia, 
autorizándolos a tal fin con su firma. Los Notarios peruanos tienen un 
importante papel en la sociedad contemporánea, pues brindan -a través de su 
labor profesional- la seguridad jurídica que la ciudadanía necesita. ―Resulta 
clave, por ello, la función del Notario, ya que en el momento en que da fe de los 
actos que ante su presencia se celebran plasma, sin duda, la certeza jurídica.  
 
El aporte que los Notarios peruanos hacen a la seguridad jurídica del país es 
grande e invalorable. La labor de estos profesionales es uno de los soportes 
del desarrollo económico que viene afianzándose en el país‖ (ROMERO 
VALVIESO). Ello, sumado a las nociones de seguridad jurídica, en el sentido 
de ser un ―valor superior contenido en el espíritu garantista de la Carta 
Fundamental, que se proyecta hacia todo el ordenamiento jurídico y busca 
asegurar al individuo una expectativa razonablemente fundada respecto de 
cuál será la actuación de los poderes públicos‖ (Exp. N° 016-2002-AI/TC), se 
puede apreciar la magnitud de la participación del Notario en las transacciones 
que se realizan en cualquier sociedad. 
 
De otro lado, la tecnología ha traído consigo una serie de consecuencias en las 
distintas esferas donde se desarrolla el hombre: en la esfera económica, social, 
y desde luego, en el plano jurídico, pues la complejidad que supone este 
fenómeno demanda una revisión de los ordenamientos normativos a fin de 
adecuarlos a su propia dinámica. Uno de aquellos temas jurídicos que aún 
continúa revisándose es el tema de la contratación electrónica, que es nuestro 
tema de investigación. 
 
La globalización de la economía y el impresionante desarrollo de la tecnología 
que permite una interrelación más fluida a través del ciberespacio están 
dejando casi obsoletos los antiguos medios utilizados para dar forma a la 
diversidad de sistemas legales y conceptos que se manejaban en una sociedad 
organizada; por ello actualmente se habla  de los e- bussiness, sesiones no 
4 
 
presenciales, teleconferencias, redes sociales e interactivas, etc. 
Paralelamente a ello, la posibilidad de dar certeza a estas interrelaciones ha 
sufrido una merma ostensible pues la misma tecnología ha facilitado el ingreso 
indiscriminado de los agentes sociales al mercado, sin detenerse en muchos 
casos a dar seguridad. Lo relevante es la libre interrelación aun sobre la plena 
identificación de dichos agentes. 
 
Es aquí donde nos encontramos con el comercio electrónico, y su mejor 
manifestación: el contrato electrónico o contrato celebrado por medios 
electrónicos. Hoy en día, las redes informáticas y en particular Internet permite 
crear un mercado electrónico (operado por computadora y a distancia) de todo 
tipo de productos, servicios, tecnologías y bienes, e incluye todas las 
operaciones necesarias para concretar operaciones de compra y venta, 
matching, negociación, información de referencia comercial, intercambio de 
documentos, acceso a la información de servicios de apoyo (aranceles, 
seguros, transportes, etc.); todo ello, en condiciones de seguridad y 
confidencialidad razonable. 
 
Sin lugar a dudas, mediante el uso de medios electrónicos para que las 
personas declaren su voluntad de contratar, se está facilitando que las 
negociaciones, en distintos ámbitos, tengan mayor agilidad y sean menos 
costosas en cuanto a bienes y servicios, los cuales deben demandar a los 
actores que procuran seguridad jurídica, entre ellos los Notarios, una afluencia 
y preocupación especial frente a estas nuevas realidad con el fin de ofrecer un 
servicio efectivo en sus funciones garantistas. 
 
La contratación electrónica, hoy en día resulta estructuralmente diferente a la 
contratación clásica propia de los códigos civiles o de comercio; efectivamente, 
el contrato electrónico produce importantes cambios —debido a la realidad 
virtual en que se desarrolla— sea en torno a las formas documentales como 
cuanto a su contenido mismo, y en relación con sus elementos esenciales, 
naturales o accidentales, dado que se alteran en cuestiones como: formación 
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del consentimiento, unidad del acto, materia interpretativa, cuestiones de 
prueba, riesgos, entre otros puntos.   
 
Lejos están  los  días  en  los  que  todo contrato se originaba en  una  promesa 
(llamada  oferta)  formulada  por  una  de  las  partes  (oferente)  a  fin  que  sea 
recibida  por la otra  (potencial  aceptante),  para que  este  manifestara  que  
está de  acuerdo  (aceptación) luego  de  un  largo  proceso de negociación.   
 
En el mundo actual este esquema con estos elementos ha sido por completo 
rebasado por la tecnología que hace que cada vez más las relaciones 
interpersonales, incluidas las relaciones jurídicas, se celebren a distancia o de 
manera virtual. 
 
El contrato en general se puede conceptuar como la ―declaración conjunta de la 
voluntad común de dos o más partes que, por permitirlo el ordenamiento 
jurídico, tienen por  efecto crear, regular, modificar o extinguir entre sí 
obligaciones  lícitas de carácter patrimonial‖ (ARIAS- SCHEREIBER PEZET, 
1995). Según se desprende del Art. 1351 del Código Civil, se trata de una 
relación jurídico patrimonial que implica un consenso de voluntades. Otro 
aspecto que se debe resaltar es que este acuerdo debe tener contenido 
―patrimonial‖, es decir la contratación debe tratarse sobre bienes de contenido 
pecuniario, apreciables y cuantificables en dinero. 
 
Contrato electrónico es ―aquel que se realiza mediante la utilización de algún 
elemento electrónico cuando este tiene, o puede tener una incidencia real y 
directa sobre la formación de la voluntad o el desarrollo o interpretación futura 
del acuerdo" (FARINA, 1997). Podemos decir, entonces, de acuerdo al análisis 
de la definición, que estamos frente a un contrato electrónico cuando se ponen 
de acuerdo dos o más personas sobre una declaración de voluntades en 
común, tendientes a reglar sus derechos, a través de un medio computarizado.  
 
Es decir, que la voluntad de contratar se manifiesta a través de medios 
electrónicos. 
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Por tanto, el contrato electrónico se caracteriza por el medio empleado para 
celebrarlo, cumplirlo o ejecutarlo, sea en una o en todas las etapas de forma 
total o parcial.  
 
Siendo una categoría muy amplia debe precisarse algunos planos para evitar 
confusiones. Así, LORENZETTI identifica: 
 
- Sector público y privado. El medio electrónico se utiliza tanto para los 
contratos con el Estado como para los contratos celebrados entre privados. 
 
- Entre empresas y consumidores. Se entiende que su uso y prevalencia va 
ganando espacios en una economía de mercado. 
 
- El modo de celebración consensual. Quiere decir que un contrato 
consensualmente celebrado perdura en el medio electrónico, ya que dos partes 
pueden vincularse on line, dialogar, intercambiar propuestas y celebrar un 
contrato (LORENZETTI, 2001). 
 
En una aproximación genérica a esta figura, los contratos electrónicos pueden 
definirse como aquellos que se celebran o perfeccionan por medios 
electrónicos. Pueden ser de dos clases, según se entiendan estos medios en 
sentido amplio o estricto. 
  
a. En sentido amplio, la calificación de contrato electrónico sería atribuible a 
todos aquellos en los que el intercambio de voluntades negociales, se hubieran 
celebrado mediante el empleo de un medio electrónico o telemático. 
 
b. En otro sentido, si atendemos a la doctrina que preconiza el sentido estricto 
de la contratación electrónica, ésta sólo se produciría cuando los contratos 
electrónicos surgieran del llamado «diálogo entre ordenadores», es decir, de la 
comunicación entre el ordenador del emisor y el del receptor a través de una 
red telemática interactiva. 
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La doctrina ha identificado claramente las ventajas de la contratación 
electrónica (COELLO VERA, EL CONTRATO ELECTRÓNICO), como por 
ejemplo: 
 
- Reducción de costos en el envío de los datos por parte de los usuarios. 
 
- Bajos precios en la obtención final del producto o del servicio, ya que se 
elimina la intermediación, que muchas veces en la negociación común es la 
que eleva los costos. 
 
-  Que los productos o servicios adquiridos, cumplen con las exigencias de los 
clientes en cuanto a calidad y precio. 
 
- Posibilidad de negociar con socios a distancia, equiparando la presencia 
virtual a la física. 
 
- Incremento en las utilidades de los negocios y eficiencia en los servicios 
comerciales. 
 
Un claro ejemplo del proceder en la contratación electrónica se puede 
presentar en el contexto de las transacciones on line o comercio electrónico, 
cuando el proponente u oferente lanza la oferta de manera indeterminada, y el 
usuario que ingresa a la página o vínculo respectivo, completa los datos 
requeridos en el monitor, y acciona con el mouse el icono que indica enviar la 
información, y así manifiesta su voluntad, su aprobación y se perfecciona el 
consentimiento de adquirir el producto o servicio que se le ofrece.  
 
Lo que implica que el usuario, acepta las condiciones del contrato "clickeando" 
sobre la opción respectiva, convirtiéndose así el mouse en el instrumento a 
través del cual se expresa la voluntad.  
 
Así como este tipo de contratación, hay muchas otras formas donde las partes 
no necesariamente están geográficamente cercanas o donde las transacciones 
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exigen que se desenvuelvan en breves lapsos de tiempo, y donde la presencia 
ante las oficinas notariales puede significar un desgaste innecesario de  tiempo 
y dinero.  
 
En razón a ello, la figura del Notario debe estar alerta a estos nuevos tipos de 
contrataciones, brindando todas las facilidades tecnológicas que la demanda 
exige, por ejemplo diseñando programas informáticos que produzcan o 
almacenen datos objetivos (personales, empresariales, firmas digitales, 
imágenes, etc.), y a su vez se interconecten con otras oficinas de la 
administración pública que aseguren la confirmación de datos puntuales sobre 
sus clientes.  
 
Esto significa que el Notario debe ir más allá en el ofrecimiento tradicional de 
sus servicios, con la finalidad de brindar no solo una seguridad jurídica efectiva, 
sino proveer las herramientas informáticas suficientes para las transacciones 
de determinados usuarios, especialmente a la hora de dar fe pública de la 
firma, voluntad y legitimidad de los contratos jurídicos, tales como por ejemplo 
la Compra venta, Donación, Anticipo de Legítima, Poderes por Escritura 
Pública, Trámites No Contenciosos, Constitución de Sociedades, entre otros. 
 
En este orden de ideas, la seguridad jurídica que se brinde en estas 
transacciones es uno de los temas fundamentales en el quehacer notarial. 
Viendo la doctrina más calificada, la seguridad jurídica afirma la certeza y la 
permanencia de las situaciones jurídicas, vale decir de las que están regladas 
por el sistema del Derecho.  
 
―En términos generales, hay seguridad jurídica cuando el sistema ha sido 
regularmente establecido, mediante leyes susceptibles de ser conocidas, que 
sólo se aplican a conductas posteriores – y no previas – a su vigencia, que son 
claras, que tienen cierta estabilidad, y que son dictadas adecuadamente por 
quién está investido de facultades para hacerlo. Todo ello permite calcular 
razonablemente las consecuencias de Derecho que tendrá en el futuro lo que 
se hace hoy‖ (ALTERINI, 2995). 
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La intervención del notario para proporcionar seguridad jurídica puede 
concebirse en dos aspectos: en la producción del acto o negocio jurídico 
(seguridad jurídica sustancial) y en la elaboración del documento que lo 
contiene (seguridad jurídica formal); de los cuales deriva la eficacia de la 
escritura pública.  
 
Para la obtención de seguridad jurídica privada plena se requiere que los 
instrumentos notariales  accedan al Registro Público, produciendo de esta 
forma efectos erga omnes. El objetivo del registro es la publicidad jurídica. 
 
Dado que la acción notarial es una prevención ex ante y no ex post de la 
contingencia, es natural pensar que los costes notariales, satisfechos por 
prevenir ex ante una contingencia, deberían compensar al comprador ex post.  
 
En todo caso, la ventaja de la seguridad jurídica preventiva ofrecida por los 
notarios es que está dirigida en su totalidad hacia la disminución de los casos 
en los que un usuario determinado no tiene los instrumentos suficientes para 
conocer a todas luces a la otra parte contratante. 
 
Por todas estas consideraciones, considero que el desarrollo de nuestra 
investigación se justifica no solo por la importancia de acercar los recursos 
informáticos a las funciones notariales, sino por las implicancias que ello 
supone para la dinámica de las transacciones en la sociedad. 
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1.2.- ENUNCIADO DEL PROBLEMA 
 
¿DE QUÉ MANERA LA FUNCIÓN PÚBLICA NOTARIAL PUEDE 
GARANTIZAR LA SEGURIDAD JURÍDICA EN LA CELEBRACIÓN DE LOS 
DENOMINADOS ‗CONTRATOS ELECTRÓNICOS‘ EN EL PERÚ? 
 
1.3.- OBJETIVOS 
 
1.3.1.-  GENERAL 
 
 Determinar de qué manera la función pública notarial garantiza la 
seguridad jurídica en la celebración de los contratos electrónicos 
en nuestro país. 
 
1.3.2.- ESPECIFICOS  
 
 Conocer los aspectos generales de la función pública notarial en 
la doctrina y legislación nacional, con el fin de precisar su 
importancia en la celebración de los diversos tipos de contratos 
que se celebran en nuestro país. 
 Determinar la importancia de las nuevas transacciones 
electrónicas que se presentan en el contexto de la globalización y 
el surgimiento del Internet. 
 Investigar las cuestiones jurídicas y doctrinarias en torno a la 
seguridad jurídica que se ofrece en la celebración de los contratos 
electrónicos. 
 Identificar los programas o medidas de seguridad más 
convenientes a implementarse con el fin de brindar confianza en 
la celebración de los contratos electrónicos, y la conveniencia de 
modificar las disposiciones del D. Legislativo 1049. 
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 Investigar a nivel del Derecho comparado los principales 
mecanismos que ofrece la función notarial para brindar seguridad 
jurídica en la contratación electrónica. 
 Conocer, mediante entrevistas a notarios públicos y especialistas 
de La Libertad, la conveniencia de ofrecer nuevos mecanismos 
con el fin de brindar una mayor efectividad en la celebración de 
los contratos electrónicos en el Perú. 
 
1.4.- JUSTIFICACIÓN 
 
DESDE EL PUNTO DE VISTA JURÍDICO:  
 
Es innegable que estos tiempos de globalización e internet contribuye a la 
generación de nuevos tipos de contratos, desde los más sencillos hasta 
aquellas estructuras contractuales de carácter más complejo que se realizan de 
manera electrónica, que hoy en día se conocen como ―contratos electrónicos‖, 
que progresivamente vienen siendo usados por los actores civiles y 
empresariales, y donde el rol de los notarios públicos cobra especial 
importancia.  
 
En estos casos, es necesario que el estudioso del Derecho tenga claro cuáles 
son los nuevos factores jurídico que intervienen en los más diversos contratos, 
incluyendo los contratos electrónicos, con el objeto de tener una mejor idea del 
avance de este tipo de mecanismos contractuales, a fin de conceder una mejor 
regulación que brinde seguridad jurídico a las partes intervinientes, de modo 
que de esta forma queda justificada jurídicamente nuestra investigación. 
 
DESDE EL PUNTO DE VISTA ECONÓMICO:  
 
Nos referimos a este aspecto porque prácticamente toda figura jurídica tiene 
que ver con la economía, más aun tratándose figuras contractuales de mucha 
recurrencia en la esfera empresarial como son los llamados ―contratos 
electrónicos‖; de esta suerte, cada vez con mas frecuencia en el trafico jurídico 
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se presenta un numero cada vez mas creciente de negocios que ostentan una 
considerable complejidad, cuya gestación y formación se realiza a costa de 
incluso largas y complejas negociaciones, y que a la postre culminan en un 
contrato electrónico.  
 
Por tanto la justificación e importancia de nuestro tema tiene que ver con todas 
aquellas movilidades económicas que generan la conveniencia de la 
formalización de un contrato por medios electrónicos y la seguridad jurídica que 
puede ofrecerle no solo ley por sí misma, sino también la función notarial, 
específicamente en lo referido a la verosimilitud de las partes y la autenticidad 
fehaciente de los contratantes. 
 
DESDE EL PUNTO DE VISTA SOCIAL:  
 
El propósito de esta investigación se realiza con el fin de escudriñar un 
fenómeno social que va más allá de lo jurídico, pues si bien la celebración de 
los contratos supone un encuentro cultural (especialmente cuando se realiza 
por agentes extranjeros), mucho más si hablamos de cuestiones que tienen 
que ver con idiosincrasias muy peculiares de los sujetos intervinientes, como 
por ejemplo el contrato que se celebra con agentes extranjeros.  
 
Por tanto el estudio de las instituciones jurídicas no puede hacerse 
desconociendo las fuentes y características que giran alrededor de los 
contratos, más aún cuando el funcionario notarial está puesto por la ley con la 
finalidad que brinde una seguridad jurídica adecuada a sus transacciones, para 
lo cual se hace necesario que se auxilie de los mecanismos más avanzados 
para que las partes puede ejercer sus principales derechos contractuales. 
 
 
 
 
 
  
13 
 
1.5.- ANTECEDENTES DE LA INVESTIGACIÓN 
 
En esta parte de nuestra investigación se hace necesario revisar estudios 
anteriores con el fin de buscar mejores aportes al presente estudio desde un 
punto de vista de la función notarial y la seguridad jurídica. Los antecedentes 
que hemos encontrado son los siguientes: 
 
 VENANCINO ELALUF, Magda Lisbeth. (2012). “Las implicancias 
juridicas que surgieron a partir de la modificatoria del Art. 141 del 
Codigo Civil Peruano en materia de contratación electrónica al 
establecer  que la manifestacion de la voluntad puede ser expresa o 
tácita”, Tesis para optar al título de Abogada, donde una de sus 
mayores conclusiones vinculadas a nuestro tema es: 
 
“En la actualidad tanto personas naturales como jurídicas, públicas como 
privadas, han tenido que actualizar sus esquemas para así seguirle el 
paso a los cambios tecnológicos que con sus propios procedimientos, 
términos y estructura se han instalado en forma definitiva en el seno de 
la comunidad global. El panorama del comercio electrónico es creciente, 
cada vez son más las personas que usan la red para adquirir bienes y 
servicios, las proyecciones de crecimiento son bastante auspiciosas y 
hacen necesario que el Derecho tenga en cuenta estas nuevas 
manifestaciones tecnológicas”.  
 
 NUÑEZ PONCE, JULIO. (2007). “La contratación electrónica y la fe 
pública informática”. Artículo publicado en la Revista Derecho y 
Empresa- Lima, Nro. 51, donde respecto a nuestro tema concluye: 
 
“El comercio y contratación electrónica a partir del nuevo siglo ofrece  
nuevas oportunidades para los negocios de todo el mundo, incluida 
iberoamérica. En particular, las compañías medianas y pequeñas podrán 
conseguir un acceso sin precedentes a los mercados mundiales a bajo 
costo y los consumidores podrán escoger una amplia variedad de bienes 
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y servicios. Es necesario que la certificación, la confianza y seguridad en 
estas transacciones se consolide, adecuando para ello instituciones 
existentes en la legislación de cada país con esta finalidad. C 
instituciones existentes en la legislación de cada país con esta finalidad . 
Consideramos que una opción legislativa a tenerse en cuenta, es que la 
institución del fedatario juramentado con especialización en informática 
adquiera el reconocimiento que justamente se merece como depositario 
de la fe pública informática que coexiste con el notario público con 
certificado de idoneidad técnica”. 
 
 RAMOS ACUÑA, MARTÍN. (2006). “El contrato electrónico en el 
Derecho Civil”. En: Blog jurídico universitario / 
http://articulosleyesydeontologiajuriidica.blogspot.com/2011_03_01_archive.ht
ml), donde respecto a nuestro tema concluye que: 
“Contrato electrónico es aquel que se realiza mediante la utilización de 
algún elemento electrónico cuando este tiene, o puede tener una 
incidencia real y directa sobre la formación de la voluntad o el desarrollo 
o interpretación futura del acuerdo. (…). Estamos frente a un contrato 
electrónico cuando se ponen de acuerdo dos o más personas sobre una 
declaración de voluntades en común, tendientes a reglar sus derechos, 
a través de un medio computarizado. Es decir, que la voluntad de 
contratar se manifiesta a través de una computadora. De acuerdo a las 
concepciones jurídicas establecidas, podemos decir que el contrato 
electrónico es en sí un Contrato Atípico (de adhesión), ya que en él, 
quien recibe la oferta de venta, solo se limita a aceptar o a rechazar la 
oferta, sin posibilidad de sugerir siquiera, modificación alguna a los 
términos del contrato”. 
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TÍTULO I 
LA FUNCIÓN PÚBLICA NOTARIAL 
 
1. PLANTEAMIENTO 
 
Hoy por hoy puede parecer una verdad de Perogrulllo hablar de la función 
pública notarial y su gravitante importancia en la vida social de las personas, 
pero esta no es sino el resultado de un largo proceso de adecuación de sus 
funciones jurídicas y sociales hasta llegar al punto tal como hoy la conocemos. 
 
Si entendemos por función a toda la actividad o conjunto de operaciones 
destinadas a un determinado fin, la función del Notario se concentra 
básicamente en las atribuciones de dar fe de los instrumentos notariales que 
ante él se celebran, comprobar hechos, y tramitar los asuntos no contenciosos 
determinados por la ley (por ejemplo, Compra venta, Donación, Anticipo de 
Legítima, Poderes por Escritura Pública, Trámites No Contenciosos, 
Constitución de Sociedades, entre otros). 
 
El Notario es, pues, la persona encargada de dar fe de cuanto acto se realiza 
ante su presencia en todo sistema jurídico de origen romano germánico. La ley 
peruana lo define como el profesional del derecho que está autorizado para dar 
fe de los actos y contratos que ante él se celebran, para ello formaliza la 
voluntad de los otorgantes, redactando los instrumentos a los que confiere 
autenticidad, conserva los originales y expide los traslados correspondientes.   
 
En este sentido, el Tribunal Constitucional peruano reconoce que el Notario es 
un profesional del Derecho que, en forma imparcial e independiente, ejerce una 
función pública consistente en autenticar, redactar, conservar y reproducir los 
documentos, así como asesorar de manera imparcial a quienes soliciten su 
intervención, incluyéndose la certificación de hechos. (…). Así, el Notario dota 
de fe pública y seguridad jurídica a los actos y negocios jurídicos que ante él se 
celebren.  
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Se entiende, por tanto, que el Notario viene a ser un profesional cuya 
intervención es fundamental para una sociedad, en tanto y en cuanto otorga 
carácter público a determinados documentos y actos celebrados en su 
presencia, autorizándolos a tal fin con su firma. 
 
En este primer apartado de nuestra Tesis, nos proponemos hacer un breve 
repaso de las nociones más importantes de la Función Pública Notarial a nivel 
de la doctrina y legislación, para de esta forma ir sentando las bases de nuestra 
investigación. 
 
2.- ANTECEDENTES DEL NOTARIADO 
 
Los antecedentes históricos del Notario son muy remotos, y se confunde con la 
historia de la sociedad, por lo que la actividad notarial puede ser visto siempre 
como una forma de perpetuar la voluntad de la posteridad. La actividad notarial 
surge de las necesidades sociales propias, por encima de la actividad legal en 
función de la capacidad de documentar las operaciones realizadas por las 
partes, con el fin de perpetuar los actos y hechos de la sociedad a través de los 
siglos. 
 
Un entendido en materia notaria señala ―La génesis de la actividad notarial se 
refiere a un contexto histórico donde había la exigencia de un agente en quién 
confiar, que suscriba la manifestación de la voluntad de las partes, con el fin de 
aportar ciertas pruebas, que de otro modo se las podría llevar el viento" 
(BRANDELLI, 2012). 
 
En este sentido, las raíces de la actividad notarial han existido desde la 
antigüedad, incluso de formas primarias, lo que llevó a la evolución de los 
sistemas y el diseño de vías de servicio extrajudiciales que conocemos hoy en 
día. 
 
La civilización egipcia trae el antepasado más antiguo del Notario, el escriba, 
que pertenecen a categorías más privilegiados de los empleados, la redacción 
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de actos jurídicos y tomando nota de las actividades privadas. Sin embargo, los 
escribas no tenían el perfil Notario hoy en día, debido a que no se les 
proporcionó la fe pública, y para que se añadirá valor probatorio a los actos 
escritos, había que ser aprobado por una autoridad superior (BRANDELLI, 
2012). 
 
El pueblo hebreo, también es un aportante a la figura que estamos estudiando, 
en la medida que se conoce la existencia de un personaje responsable de la 
elaboración de pactos y acuerdos. 
 
A su turno, en la antigua Grecia, se registran documentos sufragados por 
funcionarios públicos cuyas funciones eran similares a las del notario, 
especialmente en la pre-constitución de ciertos escritos de carácter privado. 
 
Pero es en Roma, donde la actividad notarial experimentó su mayor evolución. 
Primero, los romanos prescindieron de los documentos, ya que reinó la ley 
natural y la buena fe entre las relaciones sociales, donde la palabra dada por 
un ciudadano tenía fe en los tribunales. Sin embargo, con el crecimiento de las 
ciudades y las relaciones comerciales, las relaciones que se rigen por la buena 
fe fueron viciadas por una serie de conductas, siendo necesario el 
cumplimiento de ciertas exigencias documentales de actos y hechos 
(GATTARI, 1990). 
 
Ante esta instrumentalización necesaria de las relaciones comerciales, surge la 
figura del Notario, con algunas competencias puntuales en términos de 
contratos, testamentos, declaraciones, entre otros. Así que en un primero 
momento histórico, hay un prototipo de la actividad notarial, por lo que sólo fue 
testigo de la firma del negocio jurídico y el plazo. Sólo en una segunda etapa, 
con la evolución de la organización social es que el notario tiene ahora el poder 
para autenticar actos entre privados, trayendo consigo una mayor seguridad 
jurídica. 
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La gran transformación de la actividad notarial, hasta entonces ejercida de una 
manera rudimentaria, se produjo en el siglo VI, especialmente con el emperdor  
Justiniano, donde la promoción de su regulación cobra mayor importancia. 
 
También en Roma, con el surgimiento de la Iglesia Católica, el Derecho 
Canónico contribuye a la evolución y el enriquecimiento de la actividad notarial, 
por esta razón el clero debía estar formado por personas dotadas de un amplio 
conocimiento de la escritura, lo que garantiza la producción de instrumentos 
técnico de alto nivel. 
 
En la Edad Media, se aprecia un debilitamiento del notario que sólo vuelve a 
cobrar vida con el crecimiento de los actos de comercio, y la documentación de 
las actividades realizadas por los notarios se ha convertido en esencial en el 
mundo de los negocios entre particulares. 
 
Ya en el siglo XIII, con la Escuela de Bolonia, se da el mayor crecimiento de la 
figura del Notario desde un punto de vista jurídico, dándose lugar a un gran 
movimiento científico y de amplia producción legislativa, sentando las bases a 
la connotación de la notariado actual. Poco después de que el desarrollo 
promovido por la Escuela de Bolonia, la institución notarial comenzó a 
evolucionar cada vez más convirtiéndose en un importante instrumento garante 
de la seguridad jurídica preventiva y la paz social (NUÑEZ PONCE, 2003). 
 
3.- EVOLUCIÓN INSTITUCIONAL  
 
El Notario en nuestro sistema jurídico es una institución que opera en la 
sociedad misma y para su beneficio, siendo la práctica notarial una actividad 
distinta en función a las regulaciones de los diferentes paises. De esta suerte, 
hay tantos Notarios cómo sistemas legales existen, y pueden, en general, 
dividirse en tres grupos distintos: el romano-germánico, el anglosajón y el 
sistema socialista (VENEROS RIVERA, 2006). 
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El Estado en uso de sus atribuciones, con el poder soberano conferido por los 
ciudadanos instituye la autoridad política en el marco de la legalidad y la 
legitimidad, la legalidad, a través de la norma y la legitimidad con la aceptación 
de los que requieren la función pública con el objetivo de hacer vigentes los 
derechos, gozar de la seguridad jurídica y beneficiarse con dichas 
designaciones. 
 
La característica más llamativa de esta figura en nuestro sistema Romano 
Germánico es la de establecer una relación de confianza y fe pública con los 
interesados, teniendo en cuenta los atributos de la publicidad, la autenticidad, 
la seguridad y la legalidad.  
 
La fe pública es la garantía que el Estado da en el sentido de que los hechos 
que interesan al derecho son verdaderos y auténticos. Lo anterior, por cuanto 
en la realidad social existen una serie de hechos y actos con relevancia jurídica 
que si bien no todos los ciudadanos pueden presenciar, deben ser creídos y 
aceptados como verdad oficial. Para que un agente pueda dar fe pública, el 
hecho acto debe ser evidente para el fedatario, es decir presenciado o 
percibido por él. Asimismo, el hecho histórico debe constar documentalmente 
para su conservación en el tiempo, transformándose así en un hecho narrado. 
 
La fe pública impuesta por el legislador a los actos notariales, coadyuvan a la 
seguridad jurídica y a la certeza, tanto en los instrumentos cuanto a las 
relaciones de derecho que nacen, se desarrollan o expiran por medio de ellos. 
Los efectos de dicha fe, se sustentan además en la objetiva imparcialidad del 
escribano. A travez de su actuar, la ley otorgar perdurabilidad a los actos 
jurídicas, documentados a través de las escrituras públicas (DELAGRACIA, 
2005). 
 
En el sistema anglosajón se podría decir que no hay confianza entre las partes, 
siendo mera formalización de voluntades, sin proporcionar la asistencia 
jurídica, que se deja a la ley profesional que acompaña a los documentos. Este 
tipo de notario se puede encontrar en países como EE.UU., Inglaterra. 
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En cuanto al sistema socialista, está construido sobre bases marxistas antes de 
una estructura colectivista de los bienes y medios de producción. 
 
En el congreso de Buenos Aires en Argentina (1948) la Unión Internacional del 
Notariado Latino precisa que el notario es el profesional del derecho encargado 
de una función pública consistente en recibir, interpretar y dar forma legal a la 
voluntad de las partes, redactando los instrumentos adecuados a ese fin y 
confiriéndoles autenticidad, conserva los originales de éstos y expedir copias 
que den fe de su contenido (MARQUEZ GONZALES, 2010).  
 
Actualmente, el notariado en nuestro país se encuentra regulado básicamente 
por el Decreto Legislativo Nº 1049, de junio del 2008, donde en su Art. 2 
señala: 
 
―El notario es el profesional del derecho que está autorizado para dar fe de los 
actos y contratos que ante él se celebran. Para ello formaliza la voluntad de los 
otorgantes, redactando los instrumentos a los que confiere autenticidad, 
conserva los originales y expide los traslados correspondientes. 
 
Su función también comprende la comprobación de hechos y la tramitación de 
asuntos no contenciosos previstos en las leyes de la materia‖. 
 
4.- DEFINICIÓN 
 
Función púbica notarial es la que desempeña el notario dentro de su ámbito 
laboral frente a los particulares; este se dirige de forma imparcial con el fin de 
regular derechos y darles certeza jurídica (GONZALES BARRON, 2009). 
 
Se entiende por función a toda actividad o conjunto de operaciones destinada a 
un fin. En tal sentido, la función del notario se centra principalmente en dos 
ámbitos: Dar fe de los instrumentos notariales que ante él se celebran, y 
comprobar hechos y tramitar los asuntos no contenciosos previstos en la ley. 
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5.- CARACTERÍSTICAS 
 
Se bien, como ha quedado dicho, la figura del notariado puede tener matices 
propios de una determinada sociedad, los caracteres de la función pública 
notarial tiene un conjunto de características que identifican y distinguen de otro 
tipo de profesionales, y que, en términos generales son los siguientes 
(LAFERRIERI, 2003):  
 
- Jurídica, por cuanto, se encuentra regulado en la norma vigente. 
 
- Precautoria, ya que protege los intereses de las demás personas; de manera 
que, no existan conflictos entre las partes. 
 
- Imparcial, el notario es un tercero que protege los intereses de ambas partes. 
Así una de las partes le requiera sus servicios; este debe proteger a ambas por 
igual. 
 
- Pública, es decir, desempeña una función pública a cargo de particulares. 
Técnica, por que tiene utiliza los medios adecuados para desarrollar su función.  
 
6.- INSTRUMENTO NOTARIAL 
 
6.1.- DEFINICIÓN  
 
Es aquel soporte en que el notario dota de fe pública de un hecho u acto que 
ante él se celebren. Son aquellos en que el notario, a solicitud de parte 
requirente o por mandato legal, extiende o autoriza en ejercicio de su función, 
dentro de los límites de su competencia y con las formalidades de la ley 
(GONZALES BARRON, 2009). 
 
También se puede decir que es el objeto esencial, principal y final del Derecho 
notarial (NUÑEZ LAGOS, 2009). 
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6.2.- INSTRUMENTO PROTOCOLAR 
 
Los instrumentos notariales, son aquellos que pertenecen a un protocolo, es 
decir que se encuentran ordenados cronológicamente y custodiados por el 
mismo. Se incorporan al protocolo a solicitud de parte o por mandato legal. 
 
Se documentan en el protocolo del notario, esto es, en su archivo cronológico, 
numerado y foliado de instrumentos, los cuales son objeto de conservación y 
custodia por parte del notario (GONZALES BARRON, 2009).  
 
El protocolo está conformado por: escrituras públicas, testamentos, actas de 
protesto, actas de transferencia de bienes muebles registrables y otros que la 
ley determine; estos se ordenan y empastan en forma separada. 
 
6.3.- INSTRUMENTO EXTRAPROTOCOLAR 
 
Son aquellos instrumentos que no se incorporan al protocolo ya que no existe 
normal legal que obligue a incorporarlos. Aunque el notario no sea quien 
custodie dicho instrumento, de igual forma mantienen certeza jurídica.  
 
Son documentos redactados de autoría de particulares (instrumentos privados), 
sobre los que se atesta una certificación notarial determinada a cierto ámbito 
de la fe pública (legitimación de una fotocopia o firma, etc.).  Estos últimos, por 
su propia naturaleza de ser autoría de los mismos particulares, no se 
documentan en el protocolo del notario, ni éste los custodia o conversa 
(DELAGRACIA, 2005).  
 
7.- LA FE PÚBLICA 
 
7.1.- CONCEPTO 
Se entiende que la Fe Pública está referida  a) a la autoría de ciertos objetos 
(documentos públicos, monedas, sellos oficiales, etc.); b) a la autoría y data de 
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los actos públicos (sentencia, acto administrativo, dación de fe, etc.); c) al 
hecho de haber ocurrido el comportamiento o acontecimiento, o haber existido 
el resultado material, que han sido objeto de dación de fe del Notario, juez de 
paz, secretario de juzgado, oficial público a cargo del Registro Civil, etc. 
  
Asimismo, la fe pública es institución jurídica sustantiva de nuestro derecho. En 
el ámbito privado se encuentra relacionada con la seguridad jurídica que se 
requiere para propiciar el dinámico y moderno crecimiento de las fuerzas 
económicas que se desenvuelven en el libre mercado, cumpliendo un rol 
fundamental al otorgar la certeza que requieren los agentes económicos en sus 
transacciones, propiciando el desarrollo del derecho en la normalidad al evitar 
que tengan que acudir y sobrecargar al oneroso Sistema Judicial. Pero, de ser 
el caso, la fe pública debe crear en los jueces la convicción de lo realmente 
ocurrido, contribuyendo de esta forma a facilitar y abaratar el proceso litigioso 
que estos conflictos implican. 
 
Hoy en día existen cada vez más transacciones en el libre mercado ―que se 
forman y perfeccionan por medios electrónicos, que se caracterizan porque no 
hay intervención personal entre las partes, ni existe el ámbito territorial, factores 
de horarios o tiempos, sino que la operación se perfecciona informáticamente y 
en tiempo real sin la intervención personal de las partes contratantes‖ (ZINNY, 
1995). 
 
7.2.- LA FE PÚBLICA EN EL ORDENAMIENTO NACIONAL 
Existen dos clases fundamentales de fe pública, la judicial y la extrajudicial o 
privada, que con algunas excepciones está reservada casi exclusivamente a 
los profesionales del Derecho. Sin embargo, cabe resaltar que en determinadas 
circunstancias, se ha otorgado atribución fedante a determinados funcionarios 
en los casos en que por la frecuencia y, especialización de las relaciones a 
proteger, aconsejan acudir a los servicios de otros fedatarios (OCHOA REYES, 
2000). 
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Como hemos visto en puntos anteriores, el Decreto Legislativo Nº 1049, Ley 
del Notariado, define al Notario y le atribuye funciones que corresponden con la 
establecida en el primer principio fundamental del Notariado Latino del Primer 
Congreso Internacional del Notariado Latino (U.I.N.L.), celebrado en Octubre 
de 1984, y de la cual el Perú es país fundador, donde se define al Notario 
como: 
 
“...el Profesional del Derecho encargado de una función pública consistente en 
recibir, interpretar y dar forma legal a la voluntad de las partes, redactando los 
instrumentos adecuados a ese fin y confiriéndoles autenticidad. Conservar los 
originales de éstos y expedir copias que den fe de su contenido. En su función 
está comprendida la autenticidad de hechos” (ASPECTOS DEL NOTARIADO 
LATINO, 1993). 
 
De esta forma, podemos observar que la función notarial tiene un contenido 
complejo, pues no solo da fe pública, sino que, además, certifica hechos y 
asesora a las partes del negocio jurídico de una manera imparcial, 
promoviendo el conocimiento del derecho. Ejerce su función fedante en forma 
personal, autónoma, exclusiva e imparcial, de manera privada. Sus funciones, 
están referidas a la autorización que tiene para dar fe de los actos y contratos 
que ante él se celebran, formalizando la voluntad de los otorgantes, redactando 
los instrumentos públicos por mandato de la Ley o a solicitud de las partes, a 
los que confiere autenticidad, conservando los originales y realizando los 
traslados correspondientes. 
 
Hay que advertir que el sistema jurídico nacional también permite la existencia 
de otros funcionarios con capacidad fedante en determinados ámbitos de 
competencia, previa autorización por ley. Existen diversas leyes que otorgan a 
entidades del Estado, en el ámbito de sus relaciones de derecho privado, la 
facultad de contar con Fedatarios - No Notariales-, que autentican y confieren 
fe pública a los documentos extendidos por esas instituciones. 
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Pero en todos estos supuestos, incluidos los Notarios, cabe señalar que los 
agentes privados con facultades fedantes no tienen la potestad de declarar su 
derecho a dar fe en forma coercitiva, ni a restablecer la normalidad de la 
legalidad en el ámbito de su competencia, por ello se distinguen de la función 
notarial propiamente. Su fe pública tiene esencialmente un fin preventivo, 
buscando desanimar el incumplimiento por cualquiera de las partes 
intervinientes en un contrato, facilitando o generando los medios convenientes 
para que la prueba surta efectos de certeza en caso que sobrevenga un 
conflicto de intereses. 
 
7.3.- LA FE PÚBLICA Y LA CONTRATACIÓN POR MEDIOS 
ELECTRÓNICOS 
Como se ha señalado, actualmente nuestra sociedad es partícipe de una serie 
de transacciones comerciales con efectos o trascendencia jurídicas, lo cual se 
traduce en la celebración de contratos o tramitaciones electrónicas. 
 
La Informática, por tanto, se encuentra cada vez más ligada con el Derecho y, 
por ello, en ―las relaciones sociales y económicas generadas como 
consecuencia del desarrollo e introducción en todas las arcas y actividades de 
las modernas tecnologías de la información, surgen los problemas de cómo 
resolver determinados conflictos nacidos de esta relación‖ (DAVARA 
RODRIGUEZ, 1996). 
 
Cada vez más de estas operaciones comerciales se realizan sin el uso del 
documento escrito, se perfeccionan a través de documentos en soporte y, 
lenguaje digital, que es el lenguaje de las computadoras. La utilización del 
documento digital aumenta drásticamente y es cada vez de mayor 
trascendencia en las transacciones comerciales informáticas y, ésta, es una 
realidad que el Derecho no puede desconocer. 
 
Los nuevos retos planteados a la fe pública en materia de contratación 
electrónica exigen del Derecho la creación de instituciones que sepan 
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incorporar junto con poderosas y modernas tecnologías, recursos humanos 
altamente especializados y, estructuras empresariales altamente eficientes, con 
suficientes recursos de capital para hacer frente óptimamente a las nuevas 
formas de contratación electrónica, que necesitan de seguridad jurídica 
"informatizada" y no ―personalizada‖ y a los demás desafíos y exigencias que el 
actual entorno mundial informatizado - ya altamente masificado-, y el futuro que 
tal sector, requieren. 
 
La problemática de la fe pública en materia informática, así como muchas otras 
derivadas de su utilización masiva en todas las esferas de las relaciones 
humanas con trascendencia jurídica, corresponde resolverlas mediante la 
conjunción óptima de las instituciones propias del Derecho Notarial con las del 
Derecho Informático. 
 
7.4.- LA FE PÚBLICA Y SU RELACIÓN CON EL DERECHO INFORMÁTICO 
El Derecho Informático es la rama especializada del Derecho que tiene por 
objeto de estudio a la informática y los nuevos Problemas jurídicos que le 
plantea al Derecho su uso masivo y cada vez más trascendente en todo tipo de 
relaciones humanas. 
 
Desde el punto de vista jurídico- informático, consideramos que son tres los 
principales retos que la informática le plantea al Derecho Informático con 
relación a la fe Pública, para que éste haciendo uso de instituciones propias los 
resuelva con creatividad e innovación: 
 
a) La de otorgar certeza a la contratación electrónica y en la transmisión 
de información por medios telemáticos. 
 
b) La de otorgar certeza a los procesos informáticos, dirigiendo y 
responsabilizándose de la adecuada utilización de las herramientas 
que le proporciona la informática jurídica para convertir los archivos 
tradicionales ―pasivos‖ en archivos digitales ―interactivos‖. 
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c) La de servir de agente promotor en la reducción de costos operativos 
y administrativos al interior de las organizaciones económicas y 
propulsor de la eficiencia y competitividad empresarial. 
 
8.- EL NOTARIO EN LA CONTRATACIÓN ELECTRÓNICA 
Así como en el ámbito del comercio tradicional, la contratación electrónica 
exige la participación de un tercero, siempre en miras de la mayor garantía, 
efectividad y veracidad del negocio a realizarse. En este sentido nuestras 
pesquisas hemos podido observar que  se da a este tercero diferentes 
denominaciones como ―notario público electrónico‖ o ―cibernotario‖. Más allá de 
todo, las funciones de este tercero se las ha calificado como notariales. Sin 
embargo, esta expresión no es del todo acertada puesto que no 
necesariamente deben ser llevadas a cabo por profesionales del notariado. 
 
El notario público, como hemos precisado, es la persona que por su propia 
naturaleza el Estado le ha investido de fe pública, por lo que en estos casos 
todos aquellos actos jurídicos en los cuales presencia la celebración, participa 
como testigo y la forma de otorgarle certeza y seguridad jurídica es asentando 
el acto en instrumento público. Es por todo esto que el testigo electrónico 
vendrá a resolver el problema en la contratación electrónica; siendo aquella 
persona en que las partes confían y acuerdan que presencie el acto jurídico por 
medios electrónicos en los que se va a celebrar. El testigo electrónico estaría 
en la obligación de guardar en su forma original el contrato para su consulta 
posteriormente en caso de que exista un conflicto entre las partes (JUDICIAL, 
2015). 
 
Esto significa que el Notario debe ir más allá en el ofrecimiento tradicional de 
sus servicios, con la finalidad de brindar no solo una seguridad jurídica efectiva, 
sino proveer las herramientas informáticas suficientes para las transacciones 
de determinados usuarios, especialmente a la hora de dar fe pública de la 
firma, voluntad y legitimidad de los contratos jurídicos, tales como por ejemplo 
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la Compra venta, Donación, Anticipo de Legítima, Poderes por Escritura 
Pública, Trámites No Contenciosos, Constitución de Sociedades, entre otros. 
 
En este orden de ideas, la seguridad jurídica que se brinde en estas 
transacciones es uno de los temas fundamentales en el quehacer notarial. 
Viendo la doctrina más calificada, la seguridad jurídica afirma la certeza y la 
permanencia de las situaciones jurídicas, vale decir de las que están regladas 
por el sistema del Derecho. ―En términos generales, hay seguridad jurídica 
cuando el sistema ha sido regularmente establecido, mediante leyes 
susceptibles de ser conocidas, que sólo se aplican a conductas posteriores – y 
no previas – a su vigencia, que son claras, que tienen cierta estabilidad, y que 
son dictadas adecuadamente por quién está investido de facultades para 
hacerlo. Todo ello permite calcular razonablemente las consecuencias de 
Derecho que tendrá en el futuro lo que se hace hoy‖ (ALTERINI, 2995). 
 
La intervención del notario para proporcionar seguridad jurídica puede 
concebirse en dos aspectos: en la producción del acto o negocio jurídico 
(seguridad jurídica sustancial) y en la elaboración del documento que lo 
contiene (seguridad jurídica formal); de los cuales deriva la eficacia de la 
escritura pública. Para la obtención de seguridad jurídica privada plena se 
requiere que los instrumentos notariales  accedan al Registro Público, 
produciendo de esta forma efectos erga omnes. El objetivo del registro es la 
publicidad jurídica. 
 
Dado que la acción notarial es una prevención ex ante y no ex post de la 
contingencia, es natural pensar que los costes notariales, satisfechos por 
prevenir ex ante una contingencia, deberían compensar al comprador ex post. 
En todo caso, la ventaja de la seguridad jurídica preventiva ofrecida por los 
notarios es que está dirigida en su totalidad hacia la disminución de los casos 
en los que un usuario determinado no tiene los instrumentos suficientes para 
conocer a todas luces a la otra parte contratante (TARREGÓN ALBELLA, 
20014). 
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TÍTULO II 
TEORÍA DE LOS CONTRATOS Y LA CONTRATACIÓN ELECTRÓNICA  
 
1. PLANTEAMIENTO  
 
Como hemos visto en la Realidad problemática de esta investigación, la 
tecnología ha traído consigo una serie de consecuencias en las distintas 
esferas donde se desarrolla el hombre: en la esfera económica, social, y desde 
luego, en el plano jurídico, pues la complejidad que supone este fenómeno 
demanda una revisión de los ordenamientos normativos a fin de adecuarlos a 
su propia dinámica.  
 
En efecto, la globalización de la economía y el impresionante desarrollo de la 
tecnología que permite una interrelación más fluida a través del ciberespacio 
están dejando casi obsoletos los antiguos medios utilizados para dar forma a la 
diversidad de sistemas legales y conceptos que se manejaban en una sociedad 
organizada; por ello actualmente se habla  de los e- bussiness, sesiones no 
presenciales, teleconferencias, redes sociales e interactivas, etc.  
 
Paralelamente a ello, la posibilidad de dar certeza a estas interrelaciones ha 
sufrido una merma ostensible pues la misma tecnología ha facilitado el ingreso 
indiscriminado de los agentes sociales al mercado, sin detenerse en muchos 
casos a dar seguridad. Lo relevante es la libre interrelación aun sobre la plena 
identificación de dichos agentes. 
 
Hoy en día, las redes informáticas y en particular Internet permite crear un 
mercado electrónico (operado por computadora y a distancia) de todo tipo de 
productos, servicios, tecnologías y bienes, e incluye todas las operaciones 
necesarias para concretar operaciones de compra y venta, matching, 
negociación, información de referencia comercial, intercambio de documentos, 
acceso a la información de servicios de apoyo (aranceles, seguros, transportes, 
etc.); todo ello en condiciones de seguridad y confidencialidad razonable. 
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Es aquí donde nos encontramos con el comercio electrónico, y su mejor 
manifestación: el contrato electrónico o contrato celebrado por medios 
electrónicos, el cual abordamos en el presente capítulo de nuestra 
investigación desde sus aspectos generales como la Teoría general de los 
contratos, para efectos de no solo entender qué novedades nos trae este 
nuevo tipo de contratación, sino también su naturaleza y propias 
características. 
 
2. VISTA A LOS ANTECEDENTES  
 
Nuestra época ha sido denominada de diversas formas: tecnológica, 
informatizada, postindustrial, tercera ola, postcapitalista, entre otros diversos 
términos; caracterizándose fundamentalmente en la rapidez en las 
comunicaciones y en las transacciones de orden personal y jurídico. 
 
Desde luego que en la actualidad la tecnología avanza mucho más rápido que 
el Derecho. La vertiginosa velocidad del progreso hace sumamente difícil no 
sólo abarcarlo, sino inclusive comprenderlo en todas sus implicancias. Por ello, 
el Derecho debe cumplir con ser el canal que permita el logro de las metas que 
la sociedad desea obtener, necesitando, obviamente, su correlación con ésta; 
de lo contrario, el propio Derecho será el que obstaculice el desarrollo social; 
consecuentemente, la legalidad necesariamente debe estar  acompañada por 
la legitimidad, la cual es proporcionada por la vigencia o validez social de las 
normas legales. 
 
El pluralismo jurídico es la existencia de la vinculación del mundo jurídico y del 
mundo social; sin la cual no sería posible la convivencia organizada de ningún 
grupo social. En tal sentido, todo operador jurídico debe tener presente la 
correlación entre el ordenamiento social (sociedad) y el ordenamiento jurídico 
(Derecho) como categorías que integran un solo ordenamiento construido y 
reconstruido cotidianamente en función al desarrollo de las necesidades 
socialmente útiles. 
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Indudablemente que desde sus primeras manifestaciones, los contratos han 
evolucionado a lo largo de la historia hasta llegar a la concepción napoleónica 
que forja positivamente la formación moderna de la estructura de los contratos, 
que a su vez es replicado en la mayoría de legislaciones del mundo (DE LA 
PUENTE Y LAVALLE, 1998). 
 
La contratación del siglo XXI tiene entre sus principales matices la economía de 
los recursos con el objetivo de dinamizar las relaciones civiles y comerciales, 
no solo con la contratación en masa sino con el advenimiento de figuras 
jurídicas como los denominados contratos modernos: leasing, franchising, joint 
venture, etc., y la innovación de aplicar las nuevas tecnologías de la 
información, específicamente los medios electrónicos de intercambio de datos, 
para la celebración de los actuales contratos electrónicos. 
 
De este modo, pues, la revolución tecnológica de finales del último siglo, 
especialmente en el campo electrónico y digital, trajo consigo un gran cambio 
en la forma de comunicación, de transmisión de la información, de trabajo y en 
general, ha afectado todas las actividades humanas. Este cambio ha impactado 
también en las estructuras jurídicas y ha puesto en crisis conceptos normativos 
pacíficamente aceptados por la doctrina y la jurisprudencia durante mucho 
tiempo, pero el derecho es evolutivo por naturaleza y debe adaptarse a los 
cambios y proveer a la sociedad del marco jurídico necesario para hacer 
relevante el uso de estas nuevas tecnologías. 
 
La contratación electrónica, por tanto, es ya una realidad que es recogida por 
numerosas legislaciones en el mundo y que en el caso peruano se va 
esbozando paulatinamente, superando algunos límites que la propia tecnología 
determina y los objetivos de los legisladores en esta materia. 
 
3. CONCEPTO DE CONTRATO  
 
En términos generales, el contrato es el acuerdo entre dos o más partes 
relacionado con un objeto de interés jurídico. Su finalidad consiste en crear, 
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modificar, regular o extinguir relaciones obligatorias y constituye el acto jurídico 
plurilateral por excelencia (DE LA PUENTE Y LAVALLE, 1998). 
 
Nuestro Código Civil en  su Art. 1351 prescribe una definición de contrato, 
estableciendo los lineamientos generales de esta institución:   “El contrato es el 
acuerdo de dos o más partes para crear, regular, modificar o extinguir una 
relación jurídica patrimonial”. 
 
En este sentido tomando mayores elementos de juicio brindados por la 
doctrina, conceptuamos al contrato como la declaración conjunta de la voluntad 
común de dos o más partes que, por permitirlo el ordenamiento jurídico, tienen 
por  efecto crear, regular, modificar o extinguir entre sí obligaciones  lícitas de 
carácter patrimonial. 
 
Hoy en día nos encontramos en presencia de un instrumento que interviene en 
todas las fases de la economía, se trate de la producción, circulación, reparto y 
consumo. Además, al lado de la enorme proyección económica, tenemos que 
considerar el papel civilizador que cumple dentro de la sociedad y su 
indiscutible contenido  ético, en la medida de que su respeto constituye una 
demostración de seriedad y buena fe. En suma, el contrato es indispensable 
para la vida en comunidad, cualquiera que sea la estructura política existente y 
no podemos privarnos de él, dada la función que le toca en la satisfacción de 
las necesidades humanas, desde las más simples hasta las más complejas  
(ARIAS- SCHEREIBER PEZET, 1995). 
 
4. ELEMENTOS DEL CONTRATO  
 
4.1.- ELEMENTOS ESENCIALES 
 
Son aquellos sin los cuales el contrato no podría existir o no podría tener 
validez,  subdividiéndose a su vez  en  esenciales para la existencia  del 
contrato  y  esenciales para la validez del contrato. 
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Los elementos esenciales para la existencia del contrato pueden ser: a) 
comunes,   son aquellos que deben existir en todos los contratos y, según la 
doctrina, son: el consentimiento, la causa y el objeto. b) especiales, son 
aquellos que son indispensables para la existencia de algunos grupos de 
contratos, como por ejemplo, la formalidad en los contratos solemnes o la 
entrega de la cosa en los contratos reales. c) especialísimos, son aquellos  
que deben necesariamente existir  en cada tipo determinado de contrato, por 
cuanto es lo que lo caracteriza,  por ejemplo  el precio en la compraventa y la 
renta en el arrendamiento. 
 
Por su lado, los elementos esenciales para la validez del contrato son: la 
capacidad y el consentimiento. 
 
4.2.- ELEMENTOS NATURALES 
 
Son aquellos que son consecuencias de la celebración de cada contrato o 
grupo de contratos.  Ejemplo: La gratuidad en la donación,  y el saneamiento 
en la compraventa. 
 
4.3.- ELEMENTOS ACCIENTALES 
 
Son aquellos que no obstante no existir  naturalmente en el contrato, son 
susceptibles de ser agregados por los contratantes, para modificar los efectos 
normales del contrato, pero sin desnaturalizarlo.  Son elementos accidentales, 
la condición, el plazo y el modo. 
 
5. PRINCIPIOS GENERALES QUE RIGEN LA CONTRATACIÓN 
 
En la celebración de los contratos confluyen muchos principios y derechos que 
las partes deben de cumplir en este tipo de relación, es así que sólo para fines 
del presente trabajo trataremos de una manera escueta algunos principales 
como son: el principio de libertad de contractual, el principio de buena fe, el 
principio de bilateralidad y el principio de autonomía de la voluntad. 
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El principio de la libertad contractual se puede entender en dos vertientes, la 
primera  como ―libertad de contratar‖, consistente en la libertad de las partes  
para elegir el tipo de contrato; y la segunda como ―libertad de contratación‖,  
consistente  en la libertad de los contratantes  para declarar el contenido, el 
texto del contrato, sin más limitaciones que el interés social, público o ético, 
impuestos por normas legales de carácter imperativo.  Lo podemos encontrar 
en el Artículo 1354 C.C.,  cuando señala que ―las partes pueden determinar 
libremente el contenido del contrato, siempre que no sea contrario a norma 
legal de carácter imperativo‖. 
 
Respecto al Principio de la buena fe, el artículo 1362 del Código Civil, 
prescribe que ―Los contratos deben negociarse, celebrarse y ejecutarse según 
las reglas de la buena fe y común intención de las partes‖,  según lo cual se 
debe entender que la interpretación y ejecución de los contratos deben 
sujetarse en primer término a lo expresado en ellos y si esto no fuese posible 
es necesario someterlo a las reglas de la buena fe y común intención de las 
partes. 
 
El artículo 1352 del Código Civil,  contiene el Principio de la bilateralidad de 
los contratos, según el cual los contratos de perfeccionan por el consentimiento 
de las partes, excepto aquellos que, además, deben observar la forma 
señalada por ley bajo sanción de nulidad,  de los cual se concluye que  el 
perfeccionamiento de los contratos en nuestro ordenamiento legal es 
consensual. 
 
6. LA AUTONOMÍA DE LA VOLUNTAD EN LOS CONTRATOS 
 
Autonomía privada o autonomía de la libertad, significa tanto como 
autorregulación o autorreglamentación, el poder de dictarse uno a sí mismo la 
ley o el precepto, el poder de gobernarse uno así mismo.  La autonomía 
privada es una consecuencia del concepto de persona y consiste en un poder 
que el orden jurídico confiere al individuo para que gobierne sus propios 
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intereses. Podría definirse  como el poder de la persona para reglamentar y 
ordenar las relaciones jurídicas en las que es o ha de ser parte. 
 
Según las ideas vertidas en líneas precedentes,  actualmente con la evolución 
económica y social de los últimos tiempos, merced a la dinámica interna del 
capitalismo económico, ha conducido al fenómeno de la gran empresa y, al 
mismo tiempo y casi por la misma razón, a una ampliación en el mundo de los 
contratos. 
      
El Código Civil respeta el principio de la autonomía privada. En este sentido, el 
artículo 1354 establece que ―las partes pueden determinar libremente el 
contenido del contrato, siempre que no sea contrario a norma legal de carácter 
imperativo‖. Acoge así una de las manifestaciones del principio en cuestión, el 
de la libertad contractual o de configuración interna, es decir, la libertad de los 
contratantes de decidir sobre el contenido del contrato que celebran. 
 
La libertad de configuración tiene como presupuesto la llamada libertad de 
contratar o de conclusión, que comprende las facultades de celebrar un 
contrato o no hacerlo, de elegir el cocontratante, en fin, de decidir cómo y 
cuándo se contrata. 
 
La libertad de configuración interna se encuentra limitada por las normas 
imperativas y, a tenor de lo establecido por el artículo V del Título Preliminar del 
Código Civil, por las leyes que interesan el orden público y a las buenas 
costumbres. 
 
Lo establecido en el artículo 1354° es concordante con lo señalado por el 
artículo 2°, inciso 14, de la Constitución, según la cual, toda persona tiene 
derecho a contratar con fines lícitos, siempre que no se contravengan leyes de 
orden público. 
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7. TIPOLOGÍAS DE LAS REDES INFORMÁTICAS  
 
Una de las premisas condicionantes para el desarrollo de nuestro trabajo tiene 
que ver con las redes informáticas a cuyo través se desarrolla el tráfico 
electrónico, y que son fundamentales para comprender este fenómeno 
tecnológico. Veamos. 
 
Hoy en día todo emprendimiento negocial supone un conjunto de 
computadoras que se interconectan entre sí, que comparten recursos 
(hardware o software) a través de redes; éstas permiten que la distancia física 
prácticamente no exista, siendo posible ubicarnos virtualmente en otro lugar del 
mundo, sobre todo desde el avance que significó pasar de los cables con 
señales eléctricas a la fibra óptica, la cual mediante señales de luz trasmite a 
una velocidad mucho mayor y con mucha menos posibilidad de interferencia. 
 
El beneficio de la utilización de redes hecho posible reducir los costos  las 
empresas, a la vez que se integran complejos sistemas de datos y programas 
diseñados con la finalidad de afianzar los objetivos propuestos. Los tipos de 
rdes o entornos se pueden clasificar a grandes rasgos como sigue: 
 
7.1- REDES LAN  
 
LAN son las siglas de Local Area Network, Red de área local. Una LAN es una 
red que conecta los ordenadores en un área relativamente pequeña y 
predeterminada (como una habitación, un edificio, o un conjunto de edificios) 
(NITALDO BARRÓN, 2005). 
 
Las redes LAN se pueden conectar entre ellas a través de líneas telefónicas y 
ondas de radio. Un sistema de redes LAN conectadas de esta forma se llama 
una WAN, siglas del inglés de wide-area network, Red de area ancha. Las 
estaciones de trabajo y los ordenadores personales en oficinas normalmente 
están conectados en una red LAN, lo que permite que los usuarios envíen o 
reciban archivos y compartan el acceso a los archivos y a los datos.  
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Cada ordenador conectado a una LAN se llama un nodo. Cada nodo 
(ordenador individual) en un LAN tiene su propia CPU con la cual ejecuta 
programas, pero también puede tener acceso a los datos y a los dispositivos en 
cualquier parte en la LAN. Esto significa que muchos usuarios pueden 
compartir dispositivos caros, como impresoras laser, así como datos. Los 
usuarios pueden también utilizar la LAN para comunicarse entre ellos, enviando 
E-mail o chateando. 
 
7.2- REDES WAN  
 
WAN es la sigla de Wide Area Network, una expresión en lengua inglesa que 
puede traducirse como Red de Área Amplia. Esto quiere decir que la red 
WAN es un tipo de red que cubre distancias de entre unos 100 y unos 1.000 
kilómetros, lo que le permite brindar conectividad a varias ciudades o incluso a 
un país entero. 
 
Las redes WAN pueden ser desarrolladas por una empresa o una organización 
para uso privado, o incluso por un proveedor de Internet, a efectos de brindar 
conectividad a sus clientes.  
 
Por lo general, la red WAN funciona punto a punto, por lo que puede definirse 
como una red de paquete conmutado. Estas redes, por otra parte, pueden 
utilizar sistemas de comunicación de radio o satelitales. 
 
Entre los componentes de la red WAN aparecen los equipos que se dedican a 
ejecutar los programas de usuario y que reciben el nombre de hosts; los 
enrutadores que concretan la división entre las líneas de transmisión y los 
elementos de conmutación; y las subredes formadas a partir de la 
interconexión de varios hosts. 
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8.- EL CONTRATO ELECTRÓNICO 
 
8.1.- DEFINICIÓN 
 
Existen muchas definiciones al respecto, pero una de las más acertadas es 
aquella que dice que ―el contrato electrónico es aquel que se realiza mediante 
la utilización de algún elemento electrónico cuando este tiene, o puede tener 
una incidencia real y directa sobre la formación de la voluntad o el desarrollo o 
interpretación futura del acuerdo‖ (COELLO VERA, 2011). 
 
En similar sentido se señala que estos tipos de contratos son aquellos 
celebrados sin la presencia simultánea de las partes, prestando éstas su 
consentimiento en origen y en destino por medio de equipos electrónicos de 
tratamiento y almacenaje de datos, conectado por medio de cable, radio o 
medios ópticos o electromagnéticos (SILVIA RUIZ, 2014). 
 
También se señala que es todo contrato celebrado sin la presencia física 
simultánea de las partes, prestando éstas su consentimiento en origen y en 
destino por medio de equipos electrónicos de tratamiento y almacenaje de 
datos, conectados por medio de cable, radio, medios ópticos o cualquier otro 
medio electromagnético. 
 
Podemos afirmar, entonces, de acuerdo al análisis de estas definiciones, que 
estamos frente a un contrato electrónico cuando se ponen de acuerdo dos o 
más personas sobre una declaración de voluntades en común, tendientes a 
reglar sus derechos, a través de un medio electrónico o computarizado. Es 
decir, que la voluntad de contratar se manifiesta a través medios tecnológicos o 
digitales. 
 
8.2.- NATURALEZA JURÍDICA 
 
La doctrina especializada señala que, en general, la naturaleza jurídica de un 
contrato es la misma con independencia de la forma en que se realice, tanto si 
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se documenta en soporte papel como si se formaliza por vía electrónica 
(COELLO VERA, 2011).  
 
Es necesario destacar, que en los contratos electrónicos, las condiciones o 
cláusulas predispuestas, no siempre se hallan incluidas en el mismo contrato, 
sino que se encuentran el otro vínculo al cual hay que acudir si se las desea 
revisar; o si están incluidas, aparecen en letra menuda que quien recibe la 
oferta difícilmente las lee, por lo que es difícil determinar hasta que punto debe 
tenerse al adherente como informado debidamente de las condiciones así 
difundidas. 
 
Por ello debe existir en el contrato electrónico, mayor reciprocidad de intereses 
para las dos partes, tener un objetivo compatible, y manejarse según el 
principio de la contratación de buena fe, existiendo un equilibrio en las 
contraprestaciones, y en fin, interpretando siempre las dudas a favor del 
consumidor. 
 
Así lo concibe nuestra legislación, al incorporar el medio electrónico dentro de 
las normas civiles sobre Acto Jurídico y Contratos, como una forma expresa de 
manifestación de voluntad cuya formalidad, de ser necesaria, puede ser 
generada o comunicada por medios electrónicos. 
 
8.3.- DOCUMENTO Y DOCUMENTO ELECTRÓNICO 
 
Conviene precisar las diferencias que pueden existir entre estas dos figuras 
jurídicas. Etimológicamente, documento procede del término latino doceo, 
enseñar, mostrar; es decir, lo que informa, lo que da noticia. La doctrina señala 
que el concepto documental transciende al de éstos, extendiéndose a otros 
soportes que pueden acoger al documento tales como cintas magnéticas o 
ficheros electrónicos. 
 
El documento no puede identificarse exclusivamente con un soporte único, sino 
que su consideración debe estimarse tanto si se configura en soporte papel 
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como en cualquier otro que sea apto según su naturaleza. En este sentido, la 
escritura no puede establecerse como el único medio de constancia 
documental, no siendo documento y escrito términos indisolubles por lo que 
ambos, deben ser estudiados en sentido amplio, en la certeza de que lo 
verdaderamente importante y el objeto de análisis es el contenido del llamado 
documento respecto de la ideo o concepto que se quiere reflejar (ORTEGA 
DIAZ, 2011). 
 
El documento electrónico es una secuencia informática de bits en código 
binario (unos y ceros) que puede representar cualquier tipo de información. La 
cuestión ineludible que a continuación se nos presenta es analizar si el 
documento electrónico es o no un documento. La respuesta debe ser afirmativa 
pues la figura del documento electrónico se ajusta perfectamente a la 
naturaleza documental, añadiéndosele únicamente dos características 
importantes: 1º La ausencia de papel y firma manuscrita y 2º Una formación 
producida a través de algún instrumento informático o electrónico. Estos a su 
vez pueden ser escritos o no escritos. 
 
En cuanto a los documentos electrónicos no escritos, la discusión se centra 
con claridad en las dos grandes teorías. La teoría del escrito y la de la 
representación documental. Para los primeros, el elemento escrito es elemento 
esencial del documento mientras que para los segundos es meramente 
accesorio pues entienden el documento como un medio a través del cual viene 
representado un determinado hecho. 
 
Esta situación hasta ahora polémica parece discurrir hacia posiciones más 
pacíficas debido a la aceptación generalizada del concepto amplio de 
documento, fruto del triunfo doctrinal de la teoría de la representación 
documental. Por ello, podemos afirmar que los documentos electrónicos no 
escritos son actualmente reconocidos como documentos jurídicos en sentido 
pleno. 
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Cuando se habla de documentos electrónicos escritos se hace referencia a 
los textos, normalmente contractuales que no se hayan recogidas en soporte 
papel sino en soporte informático de cualquier tipo. Podemos encontrarnos con 
un documento grabado en un disco magnético, el mismo documento en un 
soporte efímero como la pantalla del ordenador y ese mismo documento en 
soporte papel si lo imprimimos. Para algunos autores, los documentos 
informáticos deben ser considerados copias en su totalidad, concepción que no 
deja de ser sorprendente al pensar cómo es posible la existencia de copia sin 
original. Para otros, el documento informático debe ser considerado original, 
argumentado la no diferenciación entre copia y original en este tipo de 
soportes, opinión que, en algunos ordenamientos como el francés, ha sido 
validada por la práctica jurisprudencial (ORTEGA DIAZ, 2011). 
 
Por nuestra parte, consideramos que lo que se produce es la existencia de un 
solo documento en distintos soportes físicos, siendo cada uno de ellos original, 
en tanto en cuanto, son los primeros documentos existentes en papel, en la 
pantalla o en registro magnético o digital.  
 
8.4.- OBJETO DEL CONTRATO ELECTRÓNICO 
 
Dado que hablamos de un acto jurídico, el objeto del contrato electrónico debe 
ser física y jurídicamente posible, entre otros requerimientos. Este consiste en 
la trasmisión de bienes o la prestación de servicios no necesariamente de 
carácter informático, es decir, todos aquellos que pueden ser objeto del 
contrato en general. El objeto del contrato es aquel fin por el cual las partes 
llegaron a entablar y realizar dicho acuerdo, la razón  por el cual las partes 
interesadas llegaron a contratar. 
 
Si hablamos del objeto de los contratos, coincidimos en que es la prestación 
prometida por las partes, la cosa o el hecho sobre los que recae la obligación 
(BORDA, 2007). 
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Y que se considera como materia de negocio que debe recaer en bienes o 
servicios (contenido); en el segundo, como intención que persigue el negocio 
(ZECENARRO, 2009). 
 
8.5.- CLASIFICACIÓN DEL CONTRATO ELECTRÓNICO (3, 2012) 
 
Por su forma de ejecución: 
 
A. Contrato de comercio electrónico directo: Aquel en el cual se entregan 
bienes inmateriales o la prestación de servicios sin que se necesite la 
presencia física de el prestador. Dicha entrega o prestación de servicio puede 
ser inmediata o no, dependiendo de lo acordado por las partes. Un ejemplo 
puede ser la compra de un libro electrónico.   
 
B. Contrato de comercio electrónico indirecto: Este contrato es el que si 
requiere de la entrega física de bienes muebles o la prestación de servicios 
personalmente. Su entrega o prestación no es inmediata. Un ejemplo seria 
comprar ropa por internet. 
 
Por la emisión de las declaraciones: 
 
A. Contrato electrónico puro: las manifestaciones de voluntad se hacen a 
través de medios electrónicos, ejemplos declarar voluntariamente que si desea 
llevar a cabo el contrato por medio del correo electrónico. 
 
 B. Contratos Reactivos: Exigen de las partes el uso de herramientas 
adicionales de comunicación para poder llevar a cabo la contratación. Son los 
más comunes en sistemas de micro-pagos, contratación de servicios 
personalizados y venta por catálogo. Ejemplos: subscripción a algún servicio 
por medio de un SMS, un mensajito de texto. 
 
C. Contratos Interactivos: el mismo lugar en donde se encientra la oferta se 
puede comprar el servicio, sin intermediarios ni nada por el estilo. 
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D. Contrato electrónico mixto: La contratación o prestación de servicios 
involucra ambos sistemas tradicionales con los electrónicos. Un ejemplo seria 
cuando uno descarga un formulario y lo llena a mano y luego lo manda por 
medio de fax. 
 
Por los sujetos que son parte del contrato electrónico: 
 
A. Contrato electrónico de consumo: el contrato será de consumo cuando en 
él participe al menos un consumidor o usuario. Ejemplo: compra de zapatos por 
internet. 
 
B. Contrato electrónico mercantil: el contrato será mercantil cuando todas 
las partes contratantes sean empresarios o profesionales, es decir que lo que 
se compre será usado de alguna manera y luego será venido. Ejemplo: 
Compra-venta de madera para la fabricación de sillas. 
 
8.6.- CARACTERÍSTICAS DEL CONTRATO ELECTRÓNICO 
 
 Respecto a la tipicidad: En nuestro país, no tienen un régimen 
jurídico específico como contratos electrónicos. Sin embargo, 
algunos países como España tienen ya un régimen jurídico del 
contrato electrónico, antes de cuya implementación, Fuenzalida los 
consideraba "atípicos o más exactamente mixtos", pues combinan 
elementos propios de algunos contratos típicos, por ejemplo, suelen 
ser celebrados por adhesión a un clausulado general (COELLO 
VERA, 2011). 
 
En efecto, los websites de e-commerce incluyen dichas cláusulas, las 
cuales, para la celebración del contrato, deben ser aceptadas por el 
cliente aunque no las lea (lo cual ya es otro problema). Obviamente, 
si ambos deciden negociar las cláusulas, el contrato deja de ser de 
adhesión. 
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 Respecto a la Forma: El contrato electrónico es generalmente 
consensual, pues se perfecciona mediante el sólo acuerdo de 
voluntades de las partes, con independencia de que opcionalmente y 
con fines de seguridad se emplee certificados digitales en la 
identificación de las partes. Sin embargo, en el caso de contratos 
cuya validez requiera de formalidades como la intervención de 
fedatario público, la legislación nacional (como en el caso peruano) 
prevé que éstas puedan generarse o comunicarse por vía 
electrónica. 
 
 Respecto a su Formación: No existe consenso en la doctrina, pero 
se destaca que no es seguro si nos encontramos ante contratos de 
formación instantánea o de formación sucesiva. Consideramos que 
los contratos electrónicos son generalmente de formación 
instantánea, debido a que si bien es cierto existe un intervalo que 
media en el conocimiento de las declaraciones de voluntad por 
ambas partes, éste no es jurídicamente relevante pues ha sido 
extremadamente reducido por la alta velocidad de la trasmisión 
digital; sin embargo, hay que mencionar que cuando el acuerdo 
definitivo entre la oferta y la aceptación ha estado precedida de un 
periodo de negociaciones la formación del contrato no es 
instantánea. 
 
 Respecto a la presencia de las partes: Tampoco encontramos 
consenso en las opiniones. Mientras que para algunos 
investigadores, son contratos entre ausentes "pues normalmente el 
lugar en donde se formula la oferta es diferente de aquél donde se 
produce la aceptación", otros señalan que deben ser considerados 
contratos entre ausentes, como regla general, "sin perjuicio de existir 
situaciones en que estos se consideran celebrados entre presentes", 
porque el intervalo que media en el conocimiento de las 
declaraciones de voluntad es jurídicamente irrelevante. Ciertos 
autores concluyen que se trata de una contratación sui generis "entre 
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ausentes en tiempo real". AI respecto, coincidimos con la primera 
opinión, pues efectivamente, la oferta y la aceptación se producen en 
distintos lugares. 
 
8.7.- TEORÍAS SOBRE EL PERFECCIONAMIENTO DEL CONTRATO 
ELECTRÓNICO:  
 
Indudablemente que al ser el contrato electrónico, regulado por las normas del 
Código Civil, se perfecciona, según el artículo 1352 del mismo, con el 
consentimiento de las partes:  
 
“Los contratos se perfeccionan por el consentimiento de las partes, excepto 
aquellos que, además, deben observar la forma señalada por la ley bajo 
sanción de nulidad”. 
 
Respecto a este consentimiento, entendido como la conformidad entre la oferta 
y la aceptación, existen en la doctrina, actualmente, cuatro teorías que explican 
el momento y lugar donde las declaraciones de voluntad alcanzan el 
perfeccionamiento del contrato. 
 
Teoría de la Declaración:  
 
De acuerdo a esta Teoría, también denominada De la Agnición, la formación 
del contrato sin comunicación inmediata, se produce desde el momento en que 
existe en el destinatario de la oferta, la voluntad de aceptarla, debiendo 
expresarse esta voluntad en forma externa, es decir exteriorizando su 
aceptación. 
 
Teoría de la Emisión: 
 
También llamada Teoría de la Expedición, ésta plantea que el contrato se 
forma desde el momento en que el aceptante emite su voluntad de celebrar el 
contrato, es decir, desde el momento en que este se desprende de su 
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aceptación, la misma que no puede ser dejada sin efecto. Para esta Teoría, no 
es suficiente que el aceptante declare o manifieste su aceptación, sino que 
será necesario que se separe de ella, es decir, que la envíe o la dirija hacia el 
oferente y por lo tanto deje de controlarla. 
 
Teoría de la Recepción: 
 
Esta teoría postula que el contrato queda concluido desde el momento en que 
el documento que contiene la aceptación hecha por el destinatario de la oferta, 
llega a poder del oferente, no siendo necesario que éste se entere de su 
contenido, pues basta que llegue fehacientemente la aceptación al ámbito de 
acción o esfera jurídica del oferente. 
 
Teoría del Conocimiento: 
 
Finalmente, esta teoría conocida también como Teoría de la Cognición o de la 
Información, advierte que para que la contratación se lleve a cabo, es 
necesario que la aceptación sea conocida por el destinatario, es decir, quo 
llegue a conocimiento de la persona a quien está dirigida, con lo cual se da la 
coincidencia de las declaraciones de voluntad, surgiendo en consecuencia, el 
consentimiento o voluntad común de ambos contratantes. 
 
Nuestro ordenamiento asume esta teoría en su artículo 1373°, al señalar que el 
contrato se perfecciona en el momento y lugar en que la aceptación es 
conocida por el oferente. Sin embargo, el segundo párrafo del artículo 1374° 
establece la presunción de recepción de la declaración contractual en el 
momento que se remita el Acuse de Recibo cuando se realiza a través de 
medios electrónicos, ópticos u otro análogo, dejando así la posibilidad que se 
incorpore la Teoría de la Recepción. A continuación las citas textuales: 
 
“Artículo 1373.-  El contrato queda perfeccionado en el momento y lugar en 
que la aceptación es conocida por el oferente. 
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Artículo 1374.- Conocimiento y contratación entre ausentes. 
 
La oferta, su revocación, la aceptación y cualquier otra declaración contractual 
dirigida a determinada persona se consideran conocidas en el momento en que 
llegan a la dirección del destinatario, a no ser que este pruebe haberse 
encontrado, sin su culpa, en la imposibilidad de conocerla. 
 
Si se realiza a través de medios electrónicos, ópticos u otro análogo, se 
presumirá la recepción de la declaración contractual, cuando el remitente 
reciba el acuse de recibo". 
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TÍTULO III 
ASPECTOS GENERALES DE LA FIRMA DIGITAL  
 
1. PLANTEAMIENTO 
 
Como se puede advertir de los puntos precendentes que venimos tocando en 
este trabajo, la contratación electrónica, se está consolidando en el mundo 
entero gracias a la implantación definitiva de protocolos que garantizan la 
seguridad de las transacciones y el incremento progresivo de usuarios de la 
red. 
 
La concurrencia de oferta  y aceptación, pago y entrega, puede producirse en 
tiempo real o de forma diferida. Esto debe ser regulado expresamente en las 
leyes que para el efecto debe dictarse con reglas claras, y así proteger al 
usuario de la contratación electrónica (HERAS, 2011). 
 
No obstante, no todas las transacciones podrán basarse exclusivamente en 
medios electrónicos, tales como: algunas operaciones financieras, los negocios 
que deban formalizarse en documentos públicos como la transferencia de 
bienes inmuebles, promesas de venta de inmuebles, la contratación de seguros 
de vida o médico, que contengan datos relativos a la salud, exigirán la firma 
original ―ológrafa‖, del usuario. 
 
Una de las medidas más difundidas para garantizar la seguridad en la 
contratación electrónica es la utilización de las firmas electrónicas  o digitales. 
Pero el uso de la Firma Electrónica no ha sido difundido ni explicado 
ampliamente, para que éste medio sea mejor y más utilizado, pues ahorra 
tiempo y costos, y la distancia no tiene límite. 
 
Las ventajas derivadas de la utilización del sistema de firma digital van desde 
el aumento de la seguridad en las transacciones hasta la no necesidad de 
presencia o traslado físico, ventajas éstas que se traducen en celeridad 
y ahorro de costos. 
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Entre las desventajas podemos mencionar la necesidad de contar con una 
autoridad certificadora de confianza (tercera parte de confianza) y la 
responsabilidad que pesa sobre los propios usuarios de generar un entorno 
adecuado que les permita mantener bajo su exclusivo control los datos de 
creación de la firma y contar con un dispositivo de creación técnicamente 
confiable (IPROFESIONAL, 2005). 
 
Como fuere, frente a la prácticay a nuestra legislación notarial, es necesario 
demostrar que esta tecnología cumple con las exigencias de inalterabilidad y 
seguridad que todo proceso de documentación necesita, pero que ésta debe 
cumplir  con procedimiento informático y jurídico.  
 
2. DEFINICIÓN DE FIRMA DIGITAL 
 
La Firma Digital, en sí misma, es difícil de conceptualizar, se le suele definir a 
través de sus elementos, sus características y la forma como se usa, debido a 
que en realidad es un procedimiento, una aplicación. Quizá presente la misma 
dificultad de definición que la tan conocida firma manuscrita y, al igual que ella 
"representa" en cierta medida a su titular, cumple las funciones de la firma 
manuscrita, pero no puede definirse en los mismos términos. 
 
La Firma Digital es, por excelencia, el instrumento de la seguridad en las 
transacciones electrónicas. Tienen ventajas innegables frente a la firma 
electrónica: permite determinar, de forma fiable, la identidad de las partes que 
intervienen en las transacciones, y también si el contenido del contrato 
celebrado fue alterado de alguna forma posteriormente a la aplicación de la 
firma. 
 
3. DISTINCIÓN ENTRE FIRMAS ELECTRÓNICAS Y FIRMAS DIGITALES 
 
La Ley Modelo de UNCITRAL define la Firma Electrónica como datos en forma 
electrónica consignados en un mensaje de datos, o adjuntados o lógicamente 
asociados al mismo, y que puedan ser utilizados para identificar al titular de la 
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firma en relación con el mensaje de datos e indica que el titular de la firma 
aprueba la información contenida en el mensaje de datos. 
 
Es un término genérico frente al de Firma Digital. Mientras la primera implica 
simple conformidad, la segunda va más allá, logra vincular al titular con el 
mensaje indubitablemente. La firma electrónica no necesariamente otorga la 
seguridad que da la Firma Digital, porque no están respaldadas por el Sistema 
de Certificación de las Entidades de Registro. 
 
A diferencia de la firma manuscrita, la Firma Digital permite generar diversos 
efectos de acuerdo a como se usen las claves en el cifrado del mensaje. 
Primordialmente permite determinar inmediatamente: 
 
 Si la transformación se hizo utilizando la clave privada 
correspondiente a la clave pública del firmante. 
 
 Si el mensaje firmado ha sido alterado desde que la 
transformación fue hecha. Para determinar eficazmente lo antes 
mencionado, se deben cumplir los siguientes requisitos: 
 
a) Depende de la persona que firma y del contenido de lo que se 
firma. 
b) Sólo el titular de la firma es capaz de crear la Firma Digital para 
un mensaje específico. 
c) Cualquiera es capaz de verificar la Firma Digital pues tiene 
acceso a la clave pública del firmante. 
 
Podriamos concluir que los conceptos de Firma Electrónica y Firma Digital 
estarían en una relación de género a especie. La Firma Electrónica sería 
cualquier código informático que permita determinar la autenticidad del 
documento y su integridad cualquier método o símbolo basado en medios 
electrónicos utilizado o adoptado por una parte con la intención de vincularse o 
autenticar un documento, cumpliendo todas o algunas de las funciones 
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características de una firma manuscrita; y la Firma Digital una especie de la 
anterior que resulta de un proceso informático validado e implementado a 
través de un sistema criptográfico asimétrico de claves (MARTINEZ NADAL, 
2011). 
 
4. DOCUMENTOS ELECTRÓNICOS Y DIGITALES 
 
LA Ley Modelo de UNCITRAL cuando se refiere a los mensaje de datos señala: 
información generada, enviada, recibida o archivada o comunicada por medios 
electrónicos, ópticos o similares, como pudieran ser, entre otros, el intercambio 
electrónico de datos (EDI), el correo electrónico, el telegrama, el télex o el 
telefax. 
 
Debido a que los "otros medios" recogidos en la definición de UNCITRAL son 
más bien complementarios a los antes mencionados, no se puede considerar 
con la misma importancia. Por sí solos no podrían configurar transacciones 
electrónicas seguras debido a la facilidad con que se puede manipular su 
contenido. 
 
La discusión sobre el contenido de los conceptos digital, y electrónico sólo tiene 
relevancia para definir las características de documentos y firmas. La posición 
que consideraré en el desarrollo de éste artículo es aquella que explica la 
diferencia basándose en la manera como se crean los documentos y las firmas 
(FERNÁNDEZ ESTEBAN, 2004). 
 
Documento electrónico: Será todo objeto creado, conservado y manejado a 
través de medios electrónicos, es decir, el soporte de su existencia es 
electrónico. No tiene existencia material necesariamente, pero podrían tenerla, 
por ejemplo al imprimir un documento electrónico. Es el género.  
 
Documento digital: Son aquellos objetos que no tienen existencia material, es 
decir, son creados por medio de la tecnología. Se utilizan Sistemas 
Tecnológicos de Información específicos, lo que les proporciona ciertas 
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características como seguridad, integridad y no repudiación. Es una especie de 
lo electrónico.  
 
Los documentos digitales también podrían materializarse, aunque no es 
necesario para darle las características arriba mencionadas. De suscitarse 
alguna diferencia entre el documento impreso, por ejemplo, y su original digital, 
en principio debería preferirse el documento digital por ser el original y contar 
con las características de seguridad. 
 
Los  documentos digitales presentan beneficios adicionales que no se podrían 
obtener de una firma tradicional (manuscrita sobre papel). Mientras la firma 
manuscrita conserva todas sus características unificadas una vez que ha sido 
incorporada en el documento que quiere autenticar; la Firma Digital puede 
separar dichas características, debido a su propia naturaleza, y obtener efectos 
diferentes dependiendo de qué características se desee utilizar. 
 
5. IMPLICANCIAS DERIVADAS DE LAS FIRMAS DIGITALES 
 
Si bien nuestro sistema normativo no tiene una definición precisa de la firma 
manuscrita, ni tampoco una regulación modelo al respecto, la firma se puede 
definir como un conjunto de caracteres escritos realizados por una persona 
para identificarse; de esta suerte, se puede decir que forma parte de los rasgos 
de su identidad. 
 
Debido a que dos personas no pueden tener la misma firma, ésta constituye un 
mecanismo idóneo para vincular al autor de la firma con los documentos en los 
que aplica su firma, puesto que mediante una pericia grafotécnica se puede 
comprobar si la firma pertenece o no a la persona a quien se le pretende 
atribuir. Paralelos a los requisitos de forma que las legislaciones puedan 
solicitar para la formación de contratos, las firmas electrónicas por sí mismas 
requieren observar algunas funciones legales, tales como: 
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- Consentimiento: 
 
Cuando el titular firma, señala que conoce el contenido y, que lo 
aprueba. El consentimiento debe reflejar la voluntad del firmante, por 
ello es absolutamente necesario qué el autor del documento inicie el 
comando de firmado. Lo que en el caso de las Firmas Digitales, se da 
cuando el firmante aplica su clave privada para iniciar la operación de 
firmado. Luego, dado que la aplicación de la clave privada es 
voluntaria, la persona manifiesta su voluntad cuando inicia el proceso 
de firmado. 
 
- Prueba: 
 
En caso de alguna controversia los documentos digitales pueden ser 
usados como evidencia. Debido a que son verificables y seguros 
(cuando se aplica el sistema de certificación adecuada), son medios 
idóneos para poder crear convicción en el juez. Permiten identificar al 
autor del documento y titular de la Firma Digital por lo tanto se 
comprueba que en uso de su autonomía de voluntad decidió obligarse 
en determinado sentido, lo cual consta en el documento firmado 
digitalmente.  
 
- Vigencia de la Firma: 
 
La Firma Digital debe tener un período de vigencia para su utilización. 
Se entiende que la entidad de certificación que maneja los datos ha 
verificado estos y existe un tiempo por el cual puede firmar su certeza 
y veracidad con respecto a los hechos. 
 
Dichos datos son tomados en cuenta por los terceros que se vinculan 
con el titular de la firma, por lo tanto es importante que conozcan el 
plazo durante el cual pueden confiar en que esa firma otorga plenos 
efectos vinculatorios respecto del titular.  
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Los documentos que contienen o comprueban la existencia de 
derechos deben ser conservados por un tiempo prudencial que 
permita verificar las condiciones de transmisión y uso de dichos 
derechos. 
 
En principio los certificados de firmas electrónicas deben ser 
conservados cuando menos por el tiempo que puedan existir 
derechos dependientes de ellos. 
 
También podría ocurrir que en ciertos casos la entidad de certificación 
tenga que revocar el certificado. Se debe dar la misma publicidad a 
dicha revocación que a la cancelación. 
 
Los documentos y/o firmas deben ser manejados de tal modo que: 
 
- No puedan ser manipulados después de su cancelación, 
revocación o término de la vigencia. 
- Las firmas digitales anteriores sean verificables. 
 
Es importante por ello, tener una lista actualizada que publicite las 
firmas que han sido canceladas, revocadas o cuya vigencia ha 
expirado por el simple transcurso del tiempo. 
 
- Oponibilidad 
 
Los datos con los que cuenten las entidades para dar los certificados 
a los terceros que lo necesiten, deben ser -veraces y recoger la 
información acorde con la realidad. 
 
Implica que se identifique el rol de la persona firmarante para 
determinar los efectos de la Firma Digital. Quien firma no sólo debe 
tener la capacidad jurídica exigida por leyes generales para la validez 
de los actos que pretende celebrar, sino que además debe estar 
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facultado para generar los efectos jurídicos con el uso de la Firma 
Digital. 
 
Para el caso de personas jurídicas se aplican las reglas generales de 
representación y apoderamiento. Porque no sólo pueden sus 
funcionarios tener firmas digitales propias, sino que deben estar 
autorizados para actuar en nombre de la persona jurídica. 
 
- Integridad 
 
Los contratos son fiables solamente si corresponden exactamente con 
la voluntad de los contratantes. En el caso de los documentos 
digitales, su integridad depende del correcto empleo de las 
aplicaciones de firma y de la confidencialidad que se deposita en las 
certificadoras. Quien verifique debe estar seguro de que la Firma 
Digital verificada no ha sido manipulada durante la transmisión de la 
comunicación. Para ello se emplean las funciones Hash, sobre las 
cuales se da información líneas más abajo.  
 
- Verificable 
 
La identidad del titular de la firma, el rol y la razón de la firma deben 
ser susceptibles de verificación por medios de tecnología de la 
información. Los datos son confidenciales pero comprobables por 
determinados métodos que no afectan dicha confidencialidad. 
 
Debido a que las claves están ligadas al titular mediante los 
certificados emitidos por las Entidades de Certificación respectivas, la 
verificación se hace a través de la clave pública y su correspondiente 
certificado pero sin tener acceso al contenido del certificado en sí 
mismo, ni a la clave privada del titular de la firma. 
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6. MECANISMOS DE SOPORTE TECNOLÓGICO DE LAS FIRMAS 
DIGITALES 
 
Debido a que las firmas digitales no tienen inherentes a ellas las características 
que tienen las firmas manuscritas, éstas les son atribuidas mediante 
mecanismos tecnológicos. Es decir, son medios para lograr la equivalencia 
funcional (FERNÁNDEZ ESTEBAN, 2004). 
 
La Firma Digital no puede existir independiente de un certificado digital que lo 
contenga, porque la firma, entendida como un conjunto de datos, es una 
característica del certificado. La aplicación correcta de los mecanismos 
tecnológicos requiere de todo un Sistema de Certificación adecuado, que no 
sólo implica medios tecnológicos sino también a las entidades que interactúan 
para conseguir la aplicación segura de los mismos. 
 
- Encriptación: 
 
Un texto legible normalmente es transformado en uno cifrado, el cual si 
la comunicación pudiera ser interceptada, no podría ser leída por el 
interceptor. Aún si fuese modificada, invalidaría el documento electrónico 
porque automáticamente se comprobaría la alteración del mismo.  
 
En la encriptación asimétrica se utilizan un par de claves: una privada 
(que es secreta) usada para generar la Firma Digital, y otra pública (a la 
que todos tienen acceso) que se usa para verificar dicha Firma Digital. 
La coherencia entre el contenido del documento y las atribuciones, 
limitaciones y demás datos que contienen los certificados es verificado 
por medio de funciones hash, que hacen posible claramente identificar al 
autor del documento electrónico que acepte el contenido firmado como 
su voluntad (no repudio) y se pueda usar como evidencia en un eventual 
juicio, de ser el caso. 
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Los mecanismos de encriptación aseguran la integridad del documento y 
la identidad del titular de la firma, sólo en combinación con sistemas de 
certificación adecuados a ese propósito. 
 
- Entidades de Certificación: 
 
No sólo otorgan y verifican los pares de claves sino que conservan y 
archivan información adicional o asociada a los usuarios de dichos pares 
de claves, en caso de que sea necesaria para que cumpla con la 
finalidad asignada a la Firma Digital. 
 
Toda la información contenida, sea sobre firmas, contratos o cualquier 
otro documento, no puede ser manipulada aleatoriamente, deben darse 
las condiciones adecuadas que aseguren su protección. Esto para no 
interferir con un derecho tan importante como lo es la privacidad de la 
información, por lo tanto debe dársele carácter de confidencial.  
 
- Funciones Hash: 
 
Son funciones matemáticas por las que un "mensaje" de información 
corriente, es transformado en una suma decimal. Éstas sumas se utilizan 
para notar una coherencia cercana entre los contenidos del documento y 
la Firma Digital. Al mensaje que se desea enviar se le aplica la función 
hash y la suma resultante es lo que se Firma Digitalmente. 
 
Si sólo una letra del mensaje original es cambiado, la función hash 
genera una sumatoria que es diferente de la calculada y firmada 
inicialmente. Mediante este hecho se puede comprobar que el 
documento fue alterado con posterioridad a su envío, lo que provocaría 
que no sea idóneo para producir los efectos que se pretendían de 
acuerdo a su contenido. 
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La Firma Digital otorga certeza de la integridad del documento. Una vez 
que se ha cambiado algún dato, es inútil para cualquiera que reclame 
ser el titular de la firma. Las funciones Hash aplicadas a una Firma 
Digital cumplen a misma función que un peritaje grafotécnico respecto 
de la firma manuscrita, con la amplísima ventaja de que es automático, 
se obtiene la verificación inmediata. Cuando se aplican a un documento 
dan como resultado una suma determinada, de alterarse algún dato por 
mínimo que este sea, la función Hash lo revela dando un resultado 
diferente al que inicialmente se obtuvo de dicho documento. 
 
7. ENTIDADES DE CERTIFICACIÓN Y ENTIDADES DE REGISTRO  
 
Las Entidades de Certificación, llamadas también Entidades Certificadoras, son 
aquellas que dan testimonio de la pertenencia o atribución de una determinada 
Firma digital a un usuario o a otro certificador de nivel jerárquico inferior. 
 
La emisión de certificados y la creación de claves privadas para firmas 
digitales, acostumbra a depender de una pluralidad de entidades que están 
jerarquizadas de una manera que las de nivel inferior obtienen su capacidad de 
certificación de otras entidades de nivel superior. Las autoridades certificadoras 
tienen la función de emitir, suspender y revocar certificados, así como dar a 
conocer la situación actual de un certificado y crear claves privadas. 
 
Los certificados indican la autoridad certificadora que lo ha emitido, identifican 
al firmante del mensaje o transacción, contienen la clave pública del firmante, y 
contienen a su vez la Firma Digital de la autoridad certificadora que lo ha 
emitido. 
 
De esta manera, las partes que intervienen en una transacción aportan como 
credencial los certificados de su correspondiente entidad certificadora. Por 
ejemplo, la entidad certificadora A la fe de la identidad del usuario A1 cuando 
éste adquiere un bien al usuario B1, que es a su vez identificado por la entidad 
certificadora B. 
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Para llegar a ser una entidad certificadora deberá mediar una solicitud a una 
autoridad certificadora de nivel superior, por ejemplo, a la Autoridad 
Administrativa Competente, que podrá denegar la licencia si el solicitante no 
ofrece la fiabilidad o no cumple los requisitos establecidos en la ley. 
 
No sólo otorgan y verifican los pares de claves sino que conservan y archivan 
información adicional. Toda la información contenida, sea sobre firmas, 
contratos o cualquier otro documento, no puede ser manipulada debe ser 
protegida su confidencialidad. 
 
La Entidad de Certificación no es quien necesariamente asume las funciones 
que se necesitan para dar el respaldo y la credibilidad adecuada a los 
certificados, muchas veces actúa interrelacionado con otras entidades que 
asumen algunas de las funciones que se requieren.  
 
Dichas funciones son:  
 
A. La función de certificación es la emisión misma del certificado como 
una aplicación tecnológica para seguridad de los documentos 
electrónicos emitidos conforme a los requerimientos de seguridad. 
 
B. El registro de la información es cotejar la correspondencia de los 
datos y de la información del titular con la realidad. Se comprueban la 
veracidad de la información y la identidad del solicitante de la Firma 
Digital. 
 
C. El almacenamiento de la información se hace sobre la estrictamente 
necesaria para el funcionamiento de la firma. No se puede atentar 
contra la privacidad de las personas conservando información 
irrelevante para la Firma Digital. 
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Por su parte, la Entidad de Registro o Verificación, tiene las siguientes 
funciones: 
 
 Identificar al solicitante del certificado digital mediante el 
levantamiento de datos y la comprobación de la información 
brindada por aquél. 
 
 Aceptar, autorizar según sea cl caso, la conformidad de las 
solicitudes de emisión, modificación o cancelación de Certificados 
Digitales, comunicándolo a la Entidad de Certificación bajo 
responsabilidad.  
 
Dentro de las obligaciones que deben cumplir la Entidad de Registro o 
Verificación, se encuentran las siguientes: 
 
 Cumplir los procedimientos declarados para la prestación del 
servicio. 
 
 Determinar objetivamente la veracidad de la información 
proporcionada por el solicitante del Certificado Digital, bajo 
responsabilidad. 
 
 Mantener la confidencialidad de la información relativa a los 
solicitantes y titulares de certificados digitales, limitando su 
empleo a las necesidades propias del servicio de registro o 
verificación, salvo orden judicial o pedido expreso del titular del 
certificado digital. 
 
 Recoger únicamente la información o datos personales de 
relevancia para la emisión de los certificados. 
 
 Informar y solicitar autorización a la Autoridad Administrativa, 
especialmente en el supuesto de certificados emitidos por 
entidades extranjeras.  
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 Acreditar domicilio en el Perú. 
 
 Contratar los seguros necesarios que le permitan indemnizar por 
los daños que puedan ocasionar como resultado de las 
actividades de registro o verificación. 
 
Las Entidades de Registro o Verificación debidamente acreditadas deberán 
contar con el respaldo económico suficiente para operar bajo la Infraestructura 
Oficial de Firma Digital; así como para afrontar el riesgo de responsabilidad por 
daños. La Autoridad administrativa competente definirá los criterios para 
evaluar el cumplimiento de este requisito. 
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TÍTULO IV 
PROBLEMÁTICA TÉCNICO- JURÍDICA DE LA CONTRATACIÓN 
ELECTRÓNICA 
 
1.- PLANTEAMIENTO 
 
Tal como estamos viendo en la presente investigación, los medios electrónicos, 
no sólo permite recolectar información, procesarla, almacenarla, recuperarla y 
comunicarla en grandes cantidades, sino también se constituye la celebración 
de diversos actos con evidentes consecuencias jurídicas dentro de las 
operaciones que se realizan, de allí que los contratos electrónicos sean tan 
demandados en los diversos paises del orbe, al punto que ya prácticamente no 
es una novedad hablar de transacciones mediante estas vías.  
 
Esta nueva corriente basada en la tecnología informática, crea una nueva 
modalidad comercial conocida en el mundo como e-commerce, lo cual ha 
demostrado ser un agilizador de las relaciones comerciales. Por este motivo el 
incremento de esta modalidad transaccional en los últimos años ha sido 
sorprendente, pero se hace necesario que se fijen unos lineamientos claros 
para evitar la incertidumbre jurídica que trae consigo esta novedosa modalidad 
negocial, especialmente en lo que respecta a la validez jurídica de la 
información presentada en forma diferente al documento escrito tradicional. 
 
Existen todavía numerosas barreras a la implantación del comercio electrónico: 
costos de investigación, difícil acceso a los clientes, mayor competencia, falta 
de experiencia, incipiente regulación legal. Sin embargo, el obstáculo 
fundamental viene determinado por  la  consecución  de  una  seguridad  
efectiva  en  las  transacciones,  tanto  para  el vendedor como para el 
comprador. Se requiere el desarrollo de mecanismos de protección, confianza y 
seguridad, que garanticen que ambos sean quienes dicen ser, que los 
mecanismos de pago sean eficientes o que simplemente se garantice que el 
objeto o servicio deseado sea entregado a la persona que realmente lo ha 
adquirido, tal y como se muestra en el siguiente cuadro. 
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Las tecnologías de la Información y la Comunicación ha provocado un volumen 
muy importante de intercambio de datos entre los diferentes países; y que esto 
también ha provocado un abierto conflicto de intereses entre los países 
productores y consumidores de datos informáticos. Dice que su reglamentación 
es uno de los problemas más urgentes del Derecho Internacional de nuestros 
días. 
 
El  surgimiento  del  comercio  electrónico  trae  paralelamente  problemas  
jurídicos  y técnicos de gran diversidad. En algunos casos es una simple 
aplicación de las normas tradicionales, puesto que el comercio electrónico no 
es más que comercio utilizando las nuevas  tecnologías  de  información  y 
comunicación.  Pero  en  otros  casos  exigen  la implementación de nuevas 
reglas o un nuevo sistema basado en los nuevos conceptos. 
 
A nuestro juicio, el surgimiento de estas nuevas modalidades operacionales de 
contratación, implican que los contratos al celabrarse han de tener mayor 
eficacia antre la voluntad que prima de las partes, lo cual se traduce en una 
mayor seguridad jurídica entre ellas.  
 
La mayoría de legislaciones del mundo señala que los actos ejecutados con 
anterioridad a la celebración de un negocio jurídico deben celebrarse y 
ejecutarse de buena fe, y en consecuencia, obligarán no solamente a lo 
pactado expresamente en ellos, sino a todo lo que corresponda a la naturaleza 
de los mismos, según la ley o la costumbre.  
 
Al margen de cualquir soporte jurídico o electrónico, la buena fe ha de estar 
presente siempre en los actos jurídicos; esto significa que los actos jurídicos 
deben ser cumplidos con entera lealtad, con intención recta y positiva, para que 
así pueda realizarse cabal y satisfactoriamente la finalidad social y privada que 
obedece su celebración. No obstante, dada la creciente demanda de este tipo 
de celebraciones contractuales, por ejemplo, en sede notarial, es menester que 
el Derecho asuma el reto de otorgar a las partes la suficiente confianza en su 
celebración y ejecución. 
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Los problemas que se plantean desde el punto de vista legal vinculados a la 
relación contractual son: 
 
a) Identificación de los contratantes. 
b) La validez de la contratación por Internet en el ordenamiento jurídico vigente. 
c) Lugar y  tiempo de perfección de los contratos electrónicos. 
d) Jurisdicción y legislación aplicable para resolver los conflictos derivados de 
la contratación vía Internet. 
 
En este capítulo de nuestro trabajo brindaremos algunas nociones al respecto. 
 
3.- PROBLEMÁTICA DE LA CONTRATACIÓN ELECTRÓNICA 
 
La admisión de los contratos electrónicos a la luz del ordenamiento jurídico 
vigente debe analizarse desde dos aspectos: a) La validez del empleo de 
Internet en la contratación  actual, y la existencia y eficacia teórica del contrato 
concluido a través de ella. b) La prueba de la existencia de dicho contrato. 
 
El principal obstáculo para la admisibilidad y eficacia probatoria de los nuevos 
soportes de información se plantea con relación al carácter de permanencia 
que es esencial en la definición de ―documento‖.  Como hemos visto 
oportunamente, el documento es: Todo  soporte  material  que  exprese  o  
incorpore  datos,  hechos  o  narraciones  con eficacia probatoria o cualquier 
tipo de relevancia jurídica (MALCA, 2000).  
 
Los documentos electrónicos poseen los mismos elementos que un documento 
escrito en soporte de papel: constan en un soporte material (cintas, disquetes, 
circuitos, chips de memoria, redes) sobre el cual se grava el documento 
electrónico; contienen un mensaje que está escrito con el lenguaje 
convencional de los dígitos binarios o bits, entidades magnéticas que los 
sentidos humanos no pueden percibir; están escritos en un idioma o código 
determinado; pueden ser atribuidos a una persona determinada en calidad de 
autor mediante firma digital, clave o llave electrónica. 
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Desde la perspectiva internacional, el artículo 11 de la Ley Modelo sobre 
comercio de la CNUDMI (1996) reconoce la validez de los contratos 
perfeccionados mediante los mensajes de datos. 
 
La contratación por vía Internet, por ejemplo, resulta perfectamente válida, y la 
utilización de este medio de comunicación está permitida siempre y cuando las 
partes no hayan prohibido expresamente su uso, o cuando la legislación no lo 
prohiba expresamente. Veamos algunos casos puntuales. 
 
3.1.- IDENTIFICACIÓN DE LAS PARTES 
 
En una relación electrónica, se identifica dos partes y que se caracteriza de que 
entre éstas no existe un contacto físico previo. Por un lado se encuentra el 
proveedor o prestador de servicios definido como cualquier persona física o 
jurídica que manifiesta a través de la red un conjunto de ofertas contractuales, 
ya sean de productos o servicios, cumpliendo todos los requisitos para poder 
ser calificadas como tales y no de simple publicidad (OLIVER, 2001).    
 
Por el otro lado se encuentra el usuario o consumidor que es cualquier persona 
física o jurídica que utilice la red del proveedor para comprar bienes o servicios, 
o simplemente para obtener información de las ofertas publicadas en un 
determinado servidor. 
 
La identificación de ambas partes es fundamental para dar por terminado el 
contrato o para conocer la condición de consumidor, profesional, empresa o 
particular que  les corresponda en la relación, principalmente por la posibilidad 
que brinda el sistema para cometer estafas, fraudes y abusos encubiertos, o 
para exigir reclamos posteriores por parte de los usuarios o consumidores. 
 
3.2.- TIEMPO Y LUGAR DE PERFECCIONAMIENTO DEL CONTRATO  
 
El uso de instrumentos de comunicación entre partes físicamente distantes, 
hace necesario determinar en qué instante exacto se entiende perfeccionado el 
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contrato, y cuál es el lugar en el que se considera concluido el contrato. La 
importancia  de la determinación de estos dos aspectos se debe a las 
siguientes: 
 
- Conocer el momento que entra en vigor el contrato que une las partes para 
exigir las obligaciones instituidas por él. 
- Ineficacia de los intentos extemporáneos de revocación y retirada de la oferta 
o retirada de la aceptación por parte de los autores. 
- Ineficacia de determinadas causas de  extinción de las declaraciones 
contractuales  (ejemplo:  incapacidad  sobrevenida  o  muerte  del  autor  de  la 
declaración, caducidad, etc.) 
- Transmisión de los riesgos de la cosa al adquirente, en aquellos casos en que 
el contrato  que  se  perfeccione  conlleve  la  transmisión  de  la  propiedad  u  
otro derecho real. 
- Determinación  exacta de la ley o norma aplicable en el tiempo a la relación 
contractual creada; es decir, los problemas típicos asociados a la aplicación 
temporal de las normas jurídicas. 
- Momento determinante del inicio del cómputo de determinados plazos para el 
correcto ejercicio de algunos derechos o acciones. 
 
Asimismo, resulta fundamental localizar el lugar exacto en que se entiende 
concluido el contrato, pues con ello se determina: 
 
- La ley o norma aplicable especialmente a la relación contractual originada, así 
como los usos interpretativos relevantes para subsanar las ambigüedades de 
los contratos. 
- El fuero jurisdiccional  competente  para la resolución de futuras controversias 
derivadas de la ejecución del contrato perfeccionado. 
 
3.3.- JURISDICCIÓN Y LEGISLACIÓN APLICABLE 
 
En una relación comercial de carácter electrónico, es posible que las partes se 
encuentren en diferentes espacios físicos, ya sea dentro de un país o en 
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distintas naciones. También puede ocurrir que el sitio virtual se encuentre 
alojado en un servidor localizado en un país distinto del proveedor físico y es 
posible todas las combinaciones de localización del proveedor, sitio  Web y 
consumidor. Surge, por lo tanto, incertidumbre no sólo respecto al lugar en que 
se realizan las actividades comerciales, sino que las propias actividades 
pueden tener consecuencias previstas o imprevistas en todo el mundo, lo que 
provoca incertidumbre cuando hay que localizar la controversia,  determinar  el  
derecho  aplicable  y  los  aspectos  prácticos  de  seguir adelante con el 
cumplimiento o buscar alternativas adecuadas de solución de controversias. 
 
Relacionado a esto, podemos indicar lo siguiente: 
 
a) En la contratación electrónica si no hay una previa aceptación de foro, 
resulta prácticamente imposible llevar a cabo una conexión mínima con algún 
tipo de norma que haga asumible una jurisdicción adecuada y ponderada. 
 
b) Las partes pueden escoger libremente la ley aplicable a un contrato 
transnacional, los más frecuentes en la Web. 
 
En  el  ámbito  internacional,  las  cuestiones  relativas  a  la  jurisdicción,  el  
Derecho aplicable, reconocimiento y cumplimiento de decisiones judiciales 
extranjeras se han resuelto  remitiéndose  al  Derecho  Internacional  Privado.  
En  principio,  cada  país determina  sus propias  normas de Derecho 
Internacional  Privado; aunque en ciertas regiones del mundo, algunas de esas 
reglas se han uniformado mediante tratados, el panorama general aún es 
complejo. 
 
4.- SEGURIDAD EN LA COMUNICACIÓN 
 
Las condiciones que debe reunir una comunicación segura a través de Internet 
(o de otras redes) son en general las siguientes, como se comentó 
anteriormente: 
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- Confidencialidad: evita que un tercero pueda acceder a la información 
enviada. 
- Integridad: evita que un tercero pueda modificar la información enviada sin 
que lo advierta el destinatario. 
- Autenticación: permite a cada lado de la comunicación asegurarse de que el 
otro lado es realmente quien dice ser. 
- No repudio: Permite a cada lado de la comunicación probar fehacientemente 
que el otro lado ha participado en la comunicación.  En el caso de no repudio 
de origen, el remitente del mensaje no puede negar haberlo enviado. En el 
caso de no  repudio  de  destino,  el  destinatario  del  mensaje  no  puede  
negar  haberlo recibido. 
 
La herramienta básica para cumplir las condiciones anteriores son las técnicas 
criptográficas, en particular los métodos de cifrado simétrico (usan una misma 
clave secreta para cifrar y descifrar) o asimétrico (cada usuario tiene una pareja 
de claves, una pública y otra privada, con la propiedad de que lo que se cifra 
con una de las claves sólo se puede descifrar con la otra). La siguiente sección 
resume brevemente los aspectos técnicos básicos de estos métodos de 
cifrado. 
 
4.1.- CIFRADO SIMÉTRICO 
 
Los métodos de cifrado simétrico se caracteriza por usar una misma clave para 
cifrar y descifrar. Suponiendo que dos interlocutores comparten una clave 
secreta y de longitud suficientemente grande, el cifrado simétrico permite 
garantizar la confidencialidad de la comunicación entre ellos (BERMEJO, 
2013). 
 
Los algoritmos de encriptación simétricos tienen la ventaja de ser muy rápidos. 
Sin embargo, éstos son pocos adecuados cuando una parte establece 
comunicaciones ocasionales con muchas otras con las que no tenía una 
relación previa, como ocurre frecuentemente  en el comercio electrónico, ya 
que antes de poder establecer cada comunicación sería necesario intercambiar 
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previamente por algún procedimiento seguro la clave q ue se va a utilizar para 
cifrar y descifrar en esa comunicación. El emisor debe dar a conocer al receptor 
la clave para que éste sea capaz de descifrar el mensaje. 
 
El principal inconveniente viene dado por la necesidad de distribuir la clave, 
además del mensaje. Por ejemplo, un consumidor que quisiera comprar a 
través de Internet necesitaría intercambiar una clave secreta diferente con cada 
uno de los vendedores a los que quisiera acceder. Si una tercera persona 
consigue interceptar la clave enviada, podrá descifrar cualquier mensaje que 
utilice dicha clave, rompiendo así la seguridad de este mecanismo. 
 
Los principales algoritmos de encriptación de clave simétrica utilizados en la 
actualidad son las siguientes: 
 
- DES (Data Encryption Estándar): El algoritmo DES toma como entrada 
bloques de 64 bits del mensaje original y cada uno de éstos se somete a 16 
interacciones usando una clave de 56 bits más 8 de paridad (para chequeo de 
errores). Tiene la ventaja de que es muy rápido, su implementación es muy 
simple, está muy extendido a nivel mundial y, hasta la fecha, no ha sido posible 
romperlo, es decir, no se ha conseguido desarrollar un método para obtener la 
clave simétrica a partir del mensaje cifrado. La principal desventaja del este 
algoritmo es que la clave es relativamente corta (sólo 56 bits) y por tanto, con 
un computador suficientemente potente es posible aplicar un mecanismo de 
―fuerza bruta‖ para descifrar la clave en un tiempo relativamente corto, es decir, 
probar todas las posibles combinaciones de 56 bits (aproximadamente 72.000 
billones de combinaciones) hasta dar con la clave empleada. 
 
- Triple DES (TDES): Se ideó para evitar el problema de la longitud de la clave 
de DES. El funcionamiento TDES consiste en aplicar tres veces DES de la 
siguiente manera: se utilizan dos claves distintas de 64 bits cada una (K1 y K2). 
El texto original se cifra con la clave K1, luego se descifra con la clave K2, 
dando lugar a un texto distinto del original y finalmente éste se vuelve a cifrar 
con K1. 
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- IDEA (International Data Encryption Algorithm): su estructura es muy 
similar a DES, aunque utiliza una clave de mayor longitud (128 bits) que mejora 
notablemente su seguridad. 
 
- RIJNDAEL: Ante las limitaciones de seguridad de los algoritmos de clave 
simétrica existentes,  en  el  año  1997,  el  instituto  NIST  (Nati onal Institute of 
Standard Technology, sucesor del NBS) convocó un nuevo concurso para 
seleccionar un sistema criptográfico de clave simétrica que pudiese utilizarse 
como estándar durante, al menos, los siguientes 20 años. En agosto de 1999 el 
NIST publicó la lista de los cinco algoritmos que pasaron la primera fase de 
pruebas (MARS, RC6, Rijndael, Serpent y Twofish) y en agosto de 2000 se 
publicó como ganador el algoritmo Rijndael, desarrollado por J. Daemen y V. 
Rijmen. 
 
4.2.- CIFRADO ASIMÉTRICO 
 
Los métodos de cifrado asimétrico, usan parejas de claves con la propiedad de 
que lo que se cifra con cualquiera de las claves de una pareja sólo se puede 
descifrar con la otra clave de la pareja. En el caso más simple, con este 
sistema un interlocutor sólo necesita tener una pareja de claves que puede 
utilizar para comunicarse  de forma segura con cualquier otro interlocutor que 
disponga a su vez de otra pareja de claves. Cada interlocutor hace pública una 
de sus claves (será su clave pública) y mantiene en secreto la otra (su clave 
privada). Por ello, el cifrado asimétrico se denomina también cifrado de clave 
pública. La clave privada (o las claves privadas si el usuario utiliza varias 
parejas de claves para diferentes propósitos) puede guardarse en el ordenador 
del usuario o en una tarjeta inteligente. 
 
Por la propiedad de las parejas de claves citada antes, para enviar un mensaje 
de forma  confidencial  a  un  destinatario  basta  cifrarlo  con  la  clave  pública  
de  ese destinatario. Así sólo él podrá descifrarlo mediante la clave privada que 
mantiene en secreto. No es necesario que el remitente y el destinatario 
intercambien previamente ninguna clave secreta. El remitente sólo necesita 
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averiguar la clave pública del destinatario. Para evitar posibles suplantaciones 
de identidad, es necesario contar con una tercera parte fiable que acredite de 
forma fehaciente cuál es la clave pública de cada persona o entidad. Esta es la 
función básica de las autoridades de certificación. Vea la siguiente figura. 
Las claves pública y privada están relacionadas  matemáticamente  de forma 
que la clave pública se obtiene a partir de la privada. Sin embargo es 
computacionalmente muy complejo obtener la clave privada a partir de la 
pública. 
 
El mecanismo de encriptación por clave pública funciona de la siguiente forma, 
suponga que A quiere enviar un mensaje a B: 
 
1.  A cifra el mensaje con la clave pública de B. 
2.  A envía el mensaje cifrado. 
3.  B descifra el mensaje con su clave privada. 
 
El usuario A debe conocer la clave pública de B (y viceversa), por tanto, la 
primera vez que estos usuarios quieren establecer una comunicación deben 
intercambiar sus respectivas  claves  públicas.  De  esta  forma,  cada  usuario  
puede  coleccionar  varias claves públicas correspondientes a cada uno de los 
usuarios con los que ha establecido una comunicación  previa, formando  lo 
que se conoce como un ―llavero‖ de claves públicas. 
 
La ventaja fundamental de la encriptación por clave pública es su elevada 
seguridad: solamente el propietario de la clave privada puede descifrar un 
mensaje cifrado con su clave pública. Puesto que la clave privada nunca se 
transmite por la red, es imposible que  alguien la conozca, aparte de su 
propietario. El principal inconveniente de este mecanismo es que el cifrado y el 
descifrado puede llevar un tiempo excesivo (varios minutos). 
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4.3.- FIRMAS DIGITALES 
 
Los sistemas de clave pública permiten además cumplir los requisitos de 
integridad del mensaje, autenticación y no repudio del remitente utiliza ndo 
firmas digitales. 
 
El procedimiento de firma digital de un mensaje consiste en extraer un 
"resumen" (o ―hash‖ en inglés) del mensaje, cifrar este resumen con la clave 
privada del remitente y añadir el resumen cifrado (firma) al final del mensaje. A 
continuación, el mensaje más la firma (el resumen cifrado) se envía cifrados 
con la clave pública del destinatario. El algoritmo que se utiliza para obtener el 
resumen del mensaje debe cumplir la propiedad de que cualquier modificación 
del mensaje original, por pequeña que sea, dé lugar a un resumen diferente.  
 
Cuando el destinatario recibe el mensaje, lo descifra con su clave privada y 
pasa a comprobar  la firma. Para ello, hace dos operaciones:  por un lado 
averigua la clave pública del remitente y descifra con ella el resumen que 
calculó y cifró el remitente. Por otro lado, el destinatario calcula el resumen del 
mensaje recibido repitiendo el procedimiento que usó el remitente. Si los dos 
resúmenes (el del remitente descifrado y el calculado ahora por el destinatario) 
coinciden, la firma se considera válida y el destinatario puede estar seguro de 
la integridad del mensaje: si el mensaje hubiera sido alterado a su paso por la 
red, el resumen calculado por el destinatario no coincidiría con el original 
calculado por el remitente. 
 
Además, el hecho de que el resumen original se ha descifrado con la clave 
pública del remitente prueba que sólo él pudo cifrarlo con su clave privada. Así 
el destinatario está seguro de la procedencia del mensaje (autenticación del 
origen) y, llegado el caso, el remitente no podría negar haberlo enviado (no 
repudio) ya que sólo él conoce su clave secreta. 
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5.- SEGURIDAD EN LA INFORMACIÓN 
 
5.1.- IMPORTANCIA DEL TRÁFICO DE LA INFORMACIÓN 
 
Cada día las entidades basan en mayor medida su gestión en una información 
exacta, completa y obtenida a tiempo, por lo que es creciente la importancia de 
su seguridad y de su confidencialidad. 
 
El concepto de seguridad aplicada a la información se asocia con la 
disponibilidad, la seguridad física, la integridad y la confidencialidad. 
 
Los aspectos de seguridad física y disponibilidad están relacionados a 
vulneraciones al medio utilizado para almacenar la información o al lugar en 
donde se encuentra. Por ejemplo, se debe asegurar la información contra 
incendios o inundaciones,  evitar la apropiación indebida de soportes 
magnéticos, que se pueda seguir trabajando cuando no hay energía eléctrica o 
si falla el equipo o línea de comunicación; para esto deben existir alternativas. 
La  integridad  de  la  información  se  pierde  cuando  se  producen  
variaciones  no autorizadas, que pueden consistir en información añadida, 
borrada o modificada. La confidencialidad se cumple si los datos son sólo 
conocidos por las personas autorizadas. Esto es un concepto relacionado con 
la privacidad, como derecho de las personas a determinar qué datos suyos 
pueden ser conocidos, por parte de quiénes y durante cuánto tiempo. 
 
La confidencialidad puede verse afectada, por falta de políticas generales y de 
una clasificación de la información (qué es de uso restringido,  confidencial);  
ausencia de procedimientos  que ayuden a cumplir las políticas; controles de 
acceso (físico y lógico) inadecuados, que permitan accesos no autorizados a 
ficheros o a datos transmitidos. 
 
Los entornos de procesamiento de la información son cada vez más 
sofisticados, a la vez que más distribuidos gracias a los avances en 
comunicaciones y redes, resultando a veces difícil poder garantizar 
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razonablemente la seguridad de la información, y de forma especial su 
confidencialidad (BERMEJO, 2013). 
 
5.2.- LA PROTECCIÓN DESDE EL ENFOQUE PENAL 
 
El problema de la privacidad o protección de la información persona está 
relacionado con el tema de la seguridad en las redes y la promoción de la 
actividad en ellas. 
 
La Internet ha potenciado la capacidad de generar y acumular una gran 
cantidad de información obtenida de las transacciones que se realizan en ella. 
Siempre que se accede a Internet se deja una señal de ello, que conforme 
aumente el número de actividades que se realicen a través de la red, irá 
configurándose el perfil de las preferencias de sus usuarios, gustos, 
ocupaciones, etc. 
 
Existen software especialmente diseñado para recopilar en Internet la mayor 
cantidad de datos posibles respecto de una persona especificada, tales como, 
lugar de trabajo, preferencias con respecto a bebidas, comidas o vestimenta, 
opiniones acerca de temas de actualidad, política o cultura, escuela donde se 
graduó, si padece adicción a las drogas o al alcohol. 
 
Lo  que  es  grave  es  que  esta  información  puede  ser  comercializada  en  
Internet, surgiendo  entonces el tema de la responsabilidad derivada de la 
violación de secretos o a la privacidad. Se debe poder asegurar a los usuarios 
de Internet que su información será usada para fines legítimos, que la cantidad 
de información requerida sea sólo la necesaria en relación a los propósitos, que 
sólo se mantenga por el límite de tiempo adecuado, que sea utilizada 
exclusivamente para los fines determinados, etc. (COTINO HUESO, LORENZO, 
2010). 
 
Las enormes potencialidades que se abren para el tratamiento automatizado de 
datos, tienen un reverso que son los riesgos que se introducen para facilitar la 
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realización de hechos que afecten a los intereses fundamentales de las 
personas. Es decir, la informática, o en general, el tratamiento automatizado de 
datos se presenta como factor criminógeno, pues permite el acceso y el manejo 
de bases de datos, programas de cualquier género, en ocasiones en forma 
lesiva para intereses básicos de las personas y de la sociedad. 
 
La preocupación fundamental de las instituciones, en la actualidad, es brindar 
la mayor seguridad a sus sistemas automatizados de información. La 
tecnología ha permitido mayor agilidad y dinamismo en las actividades y 
procesos que realizan, pero se ha expuesto a los riesgos de violación a sus 
sistemas de información. 
 
Los principales perjuicios sufridos suelen ser violación de los secretos 
comerciales, la destrucción de información y de los sistemas de información y 
el robo de información crítica en general. 
 
Los ataques pueden venir de personas externas (hackers o crackers), pero 
también puede provenir de personas relacionadas a la institución (empleados o 
proveedores). Por  otro  lado,  también  resulta  extremadamente  difícil  poder  
probar  la  comisión  del hecho ilícito en este ambiente electrónico. 
 
La manipulación fraudulenta de los ordenadores con ánimo de lucro, la 
destrucción de programas o datos y el acceso y la utilización indebida de la 
información que puede afectar la esfera de la privacidad, son algunos de los 
procedimientos relacionados con el procesamiento electrónico de datos 
mediante los cuales es posible obtener grandes beneficios económicos o 
causar importantes daños materiales o morales. 
 
La informática reúne unas características que la convierten en un medio idóneo 
para la comisión de muy distintas modalidades delictivas, en especial de 
carácter patrimonial (estafas, apropiaciones indebidas,etc.). La idoneidad 
proviene, básicamente, de la gran cantidad de datos que se acumulan, con la 
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consiguiente facilidad de acceso a ellos y la relativamente fácil manipulación de 
esos datos. 
 
La importancia reciente de los sistemas de datos, por su gran incidencia en la 
marcha de las empresas, tanto públicas como privadas, los ha transformado en 
un objeto cuyo ataque provoca un perjuicio enorme, que va mucho más allá del 
valor material de los objetos  destruidos.  A ello se une que estos ataques son 
relativamente fáciles de realizar, con resultados altamente satisfactorios y al 
mismo tiempo  procuran a  los autores una probabilidad bastante alta de 
alcanzar los objetivos sin ser descubiertos. 
 
En consecuencia, la legislación sobre protección de los sistemas informáticos 
ha de perseguir acercarse lo más posible a los distintos medios de protección 
ya existentes, creando una nueva regulación sólo en aquellos aspectos en los 
que, con base a las peculiaridades del objeto de protección, sea imprescindible. 
 
Surge entonces nuevas posibilidades de delitos, los llamados delitos 
informáticos, que se han desarrollado gracias a  la evolución de  la  Informática 
y las redes de comunicación. Se puede identificar los siguientes como aquellos 
cuya comisión ha sido facilitada por el comercio electrónico: 
 
a) Falsificación  de documentos  vía computarizada  (tarjetas de crédito, 
cheques, etc.) 
 
b) Lectura, sustracción o copiado de información confidencial. 
 
c) Modificación de datos tanto en la entrada como en la salida. 
 
d) Variación en cuanto al destino de pequeñas cantidades de dinero hacia una 
cuenta bancaria. 
 
e) Intervención en las líneas de comunicación de datos o teleproceso.  
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f) Interceptación de e-mail: lectura de un mensaje electrónico ajeno. 
 
g)  Estafas electrónicas: por medio de compras realizadas haciendo uso de la 
red. 
 
h) Pornografía y proxenetismo: La red facilita este tipo de comercio y hace más 
difícil la ubicación e identificación del proveedor. 
 
En nuestro país los delitos informáticos están regulados en nuestro 
ordenamiento penal básicamente de manera sistemática a partir de la Ley de 
Delitos Informáticos, Nro 30096, y sus modificaciones, que incorporan la 
calidad de ‗deliberada‘ e ‗ilegítima‘ a los delitos de acceso ilícito, atentados a la 
integridad de datos informáticos y a la integridad de sistemas, interceptación de 
datos y fraude informáticos, así como el abuso de mecanismos y dispositivos 
de esta naturaleza. 
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CAPÍTULO III 
_______________________________________________________________________________ 
METODOLOGÍA 
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3.1. Hipótesis  
 
“La manera en que la función pública notarial puede garantizar la 
seguridad jurídica en la celebración de los denominados „contratos 
electrónicos‟ en el Perú se da mediante la implementación de 
mecanismos digitales que certifiquen la identidad o participación de 
las partes contratantes a los que el Notario tenga acceso seguro”. 
 
 
3.2. Variables  
 
 
3.2.1. Variable Independiente:  
 
Implementación de mecanismos digitales que certifiquen la identidad o 
participación de las partes intervinientes en los denominados ‗contratos 
electrónicos‘. 
 
3.2.2. Variable Dependiente: 
 
Efectividad de la función pública notarial en la seguridad jurídica en la 
celebración de los contratos electrónicos en el Perú. 
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CUADRO Nro. 01 
CUADRO DE OPERACIONALIZACIÓN DE VARIABLES:  
 
VARIABLE 
 
 
INDICADORES 
 
SUBINDICADORES 
 
 
 
 
 
 
 
Efectividad de la función 
pública notarial en la 
celebración de los 
contratos electrónicos, 
mediante la 
implementación de 
mecanismos digitales que 
certifiquen la identidad o 
participación de las partes 
intervinientes en los 
denominados ‗contratos 
electrónicos‘, a los que el 
Notario tenga acceso 
seguro. 
 
 
 
 
 
- Función  Pública Notarial 
 
 
 
- Doctrina nacional y extranjera. 
- Instrumentos notariales 
- Código Civil de 1984 
- D. Leg. 1049 
 
 
- Celebración de Contratos 
electrónicos 
 
 
 
- Uso de la nueva tecnología 
- Globalización e Internet 
- Implementación de nuevos 
mecanismos o programas. 
 
 
 
 
- Identidad/ participación de las 
partes contratates 
 
- Identidad de los contratantes 
- Voluntad de los contratantes 
- Entrevista a Notarios Púbicos 
de Libertad.  
- Entrevista a docentes de la 
especialidad notarial.  
- Modificación legislativa del D. 
Leg 1049. 
 
 
 
- Legislación internacional en 
materia de la función notarial 
 
 
 
- España 
- Chile 
- Argentina 
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3.3. Tipo de estudio 
 
 Por su Profundidad: Descriptiva – Explicativa 
 
Esta investigación responde a una calificación de naturaleza 
descriptiva, por cuanto está orientada a describir la forma más 
adecuada en que la función pública notarial puede otorgar seguridad 
jurídica efectiva en la celebración de los contratos electrónicos en 
nuestro país. 
 
Asimismo, este trabajo responde a una calificación explicativa, en la 
medida que nos abocamos no solo a  explicar le problemática que 
hemos advertido en el tema de los contratos electrónicos, sino que 
sustentamos que se hace necesario una debida implementación de 
mecanismos electrónicos para certificar con mayor propiedad la 
identificación de las partes y su concurrencia legal en la contratación 
electrónica. 
 
 Por su Finalidad: Básica 
 
Consideramos que dada la problemática advertida y la metodología 
que hemos dispuesto para el desarrollo de nuestro tema, la 
investigación resulta ser de naturaleza básica, pues expondremos 
de manera sistemática una problemática en materia Civil- Notarial, a 
la vez que formulamos una hipótesis precisa para sus conveniencia 
en cuestiones de seguridad jurídica en la contratación electrónica en 
nuestra legislación. No obstante ser una investigación básica, 
fundamentaremos nuestro punto de vista con entrevistas a 
Notarios Públicos de esta jurisdicción y analizaremos el Derecho 
comparado. 
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3.4. Diseño de estudio 
 
Para el diseño de nuestra hipótesis emplearemos el método cuasi 
experimental de una sola casilla, cuya representación gráfica es la 
siguiente: 
 
                                                                            
 
 
 
Donde: 
 
M: Implementación de mecanismos electrónicos digitales que certifiquen 
la identidad o participación de las partes intervinientes en los contratos 
electrónicos. 
 
O:  Efectividad de la función pública notarial en la seguridad jurídica en 
la celebración de los contratos electrónicos en el Perú. 
 
3.5. Población y Muestra 
 
Población: 
 
Nuestra población o universo lo constituyen todos los Notarios Públicos 
de La Libertad y sus diversas jurisdicciones, así como docentes de los 
Cursos de Derecho Notarial de las Universidades locales. 
 
Muestra: 
 
Nuestra muestra estará conformada por 10 Notarios Públicos de la 
ciudad de Trujillo, así como 10 docentes especializados del curso de 
Derecho Notarial de las Universidades locales. 
 
M O 
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A) Delimitación 
CUADRO Nro. 02 
 
TÉCNICAS UNIDADES DE ANÁLISIS POBLACIÓN MUESTRA 
ENTREVISTA 
 
Notarios Públicos de La Libertad 
10 10 
Docentes universitarios de la 
especialidad en Derecho Notarial: 
UNT- UPAO- UCV   
10 10 
 
TOTAL 
 
20 
 
20 
 
B) Características de  la muestra 
 
 Representativa 
 Confiable  
 Válida  
 
3.6. Métodos de investigación 
 
A) MÉTODOS LÓGICOS 
 
 Método Deductivo 
 
Según los autores más calificados, este método se identifica en la 
medida que sus premisas van de lo general a lo particular, es decir 
que se llega a una conclusión directa sin intermediarios. El método 
fundamental lo aplicaremos a nuestra investigación con la finalidad 
de llegar a un criterio uniforme que permita  determinar los alcances 
de la conveniencia de que la función notarial puede ofrecer las 
garantías suficientes para la contratación electrónica. 
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 Método Inductivo  
 
A contrario del método anterior, este método se caracteriza porque 
sus inferencias van de lo particular a lo general, o de los hechos a la 
teoría sobre una determinada especialidad. También puede decirse 
que es el razonamiento que, partiendo de casos particulares, se 
eleva a conocimientos generales. Su uso resulta especialmente 
relevante para nuestro caso por ejemplo en la recolección de la 
información,  así como en la elaboración del marco teórico al en lo 
referente a los aspectos generales de la contratación y la función 
notarial. 
 
 Método Analítico 
 
Como es sabido en el mundo académico, este método se apoya en 
que para conocer un fenómeno es necesario descomponerlo en sus 
partes, pues el término ‗análisis‘ tiene una raíz griega que significa 
‗descomposición‘. En nuestro tema de tesis es fundamental para 
determinar las conclusiones que nos permitan fundamentar la 
implementación de mecanismos de control que le den una garantía 
efectiva a la contratación electrónica. 
 
 Método Sintético 
 
Este método consiste en la reunión de varios elementos dispersos 
en una nueva totalidad, especialmente al momento de trabajar los 
componentes de la hipótesis. Este método será empleado 
fundamentalmente en el enunciado y justificación de la hipótesis, así 
como en las erspectivas conclusiones y recomendaciones. 
 
 
 
 
86 
 
 Método Estadístico 
 
El método estadístico consiste en una secuencia de procedimientos 
para el manejo de los datos cualitativos y cuantitativos de la 
investigación. Este método será empleado especialmente para el 
procesamiento de las entrevistas que lograremos en el presente 
trabajo a los notarios y docentes calificados, quienes responderán a 
interrogantes planteadas, las mismas que serán vaciadas en los 
resultados respectivos, sistematizadas en cuadros, así como en la 
interpretación y análisis de los mismos. 
 
B)  MÉTODOS JURÍDICOS 
 
 Método Doctrinario 
 
Este método es uno de los más recurrentes en la investigación de 
las ciencias sociales, en tanto que es utilizado para resumir con 
bases doctrinarias, extrayendo las distintas posturas sobre el tema a 
investigar tanto de autores nacionales como  internacionales. La 
información obtenida de diversas fuentes en diversas bibliotecas de 
la ciudad de Trujillo, servirá para la elaboración nuestro marco 
teórico. 
 
 Método Exegético 
 
Este método propio de la ciencia del Derecho consiste básicamente 
en  hacer una paráfrasis directa del texto jurídico, es decir, 
extraemos el significado de un texto dado, a efectos de explicar la 
naturaleza de las normas y que permita ampliar los fundamentos 
para el desarrollo de nuestro proyecto de investigación, tanto de las 
normas civiles como notariales. 
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 Método Interpretativo 
 
Este método muy usado por los investigadores se orienta 
esencialmente para lograr procesar la información, delimitar 
conceptos y obtener soluciones, de acuerdo a lo planteado en los 
objetivos generales y específicos de nuestra investigación. 
 
 Método comparativo 
 
Este método se refiere al análisis comparativo a nivel de la 
normativa y doctrina de diferentes países como España, Chile y 
Argentina, pues en nuestro caso será fundamental para conocer 
estas realidades en cuanto a la efectividad de la seguridad jurídica 
en la celebración de las contrataciones electrónicas, con el objeto de 
aprovechar las mejores en nuestro propio país.  
 
3.7. Técnicas e instrumentos de recolección de datos 
 
Las técnicas y los instrumentos utilizados en el desarrollo de la 
presente investigación son: 
 
Entrevista 
 
Con la finalidad de obtener mayor precisión y elementos objetivos 
que nos ayuden a comprobar nuestra hipótesis  investigación, así 
como las conclusiones y acciones a recomendar. La técnica de la 
entrevista será aplicada a nuestra muestra respectiva de notarios 
públicos y docentes especializados sobre nuestro objeto de 
investigación.  
 
El instrumento empleado en dicha técnica es el diálogo, constituido 
por preguntas básicas, del tipo de preguntas abiertas, y de esta 
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manera se podrá conocer su tendencia de opinión sobre la materia 
de nuestro estudio. 
 
Del  Fotocopiado 
 
Técnica que mediante el instrumento fotocopia, nos permitiá utilizar 
el avance de la tecnología para contar con reproducciones de los 
libros y revistas que sirvan de soporte bibliográfico en el desarrollo 
del tema y procesamiento de la información relacionada a ello, 
analizarlas una y otra vez hasta poder entenderlas y comprenderlas 
en su verdadera dimensión.  
 
El instrumento empleado las Fotocopias. 
 
Del  Internet 
 
Técnica por la cual lograremos acceder a páginas webs para 
complementar nuestro marco teórico, especialmente al momento de 
cotejarlas fuentes para el desarrollo de nuestro marco teórico. 
 
El instrumento empleado: Páginas web.  
 
3.8. Métodos de análisis de datos 
 
- Depuración de los datos obtenidos en las entrevistas y 
documentos 
 
Las entrevistas que lograremos en el presente trabajo, de parte de 
los Notarios  docentes de especialdad, serán vaciadas en los 
resultados respectivos, sistematizadas en cuadros y gráficos, así 
como en la interpretación y análisis de los mismos. 
 
 
89 
 
-  Interpretación de la información 
 
La información obtenida de diversas fuentes será sometida al 
análisis para determinar las conclusiones que nos permitan 
fundamentar nuestra hipótesis, así como para elaborar nuestro 
marco teórico.  
 
- Tabulación de la información 
 
La elaboración de cuadros se realizará con el objeto de un mayor 
entendimiento del tema;  a través de los gráficos podremos apreciar 
las distintas tendencias de opinión sobre nuestra propuesta. 
 
- Arribo de las conclusiones 
 
Después de haber leído, analizado y comprendido toda la 
información recopilada, se procedió a realizar las respectivas 
conclusiones de la investigación. 
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CAPÍTULO IV 
_______________________________________________________________________________ 
PRESENTACIÓN Y DISCUSIÓN DE 
RESULTADOS 
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SUBCAPÍTULO I 
 
RAZONES O FUNDAMENTOS POR LOS CUALES LA FUNCIÓN PÚBLICA 
NOTARIAL PUEDE GARANTIZAR LA SEGURIDAD JURÍDICA EN LA 
CELEBRACIÓN DE LOS DENOMINADOS “CONTRATOS ELECTRÓNICOS” 
 
1.- LA FUNCIÓN PÚBLICA NOTARIAL ESTÁ OBLIGADA A 
PONERSE A TONO CON LOS AVANCES TECNOLÓGICOS EN 
FUNCIÓN AL SERVICIO Y LA EFICACIA QUE DEBE OFRECER A 
LAS PARTES Y A LA SOCIEDAD. 
 
El punto de partida de esta investigación siempre ha sido que la función 
pública notarial, encarnada en el Notario, es una función otorgada al 
ciudadano que no solo cumple con un deber asignado en la tramitación 
de una serie de cuestiones jurídicas, sino especialmente en el hecho que 
debe ser un orientador y dador de buena fe en su comunidad. 
 
Se entiende, pues, que el Notario viene a ser un profesional cuya 
intervención es fundamental para una sociedad, dado que otorga 
carácter público a determinados documentos y actos celebrados en su 
presencia, autorizándolos a tal fin con su firma. Los Notarios peruanos 
tienen un importante papel en la sociedad contemporánea, pues brindan 
-a través de su labor profesional- la seguridad jurídica que la ciudadanía 
necesita, en cuanto da fe de los actos que ante su presencia se celebran 
plasma, sin duda, la certeza jurídica.  
 
La labor de estos profesionales es uno de los soportes del desarrollo 
económico que viene afianzándose en el país. Ello, sumado a las 
nociones de seguridad jurídica, en el sentido de ser un valor superior 
contenido en el espíritu garantista de la Carta Fundamental, que se 
proyecta hacia todo el ordenamiento jurídico y busca asegurar al 
individuo una expectativa razonablemente fundada respecto de cuál será 
la actuación de los poderes públicos, se puede apreciar la magnitud de 
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la participación del Notario en las transacciones que se realizan en 
cualquier sociedad. 
 
Bajo este supuesto, somos de la opinión de que a pesar de la irrupción 
inevitable de la tecnología en las comunicaciones, estas no deben 
enervar el noble oficio del notario.  
 
El notariado se ha caracterizado por una adaptación rápiday eficaz a las 
posibilidades que las nuevas tecnologías ofrecen. Son muchos los 
campos en los que se manifiesta esta asunción de la informática como 
mecanismo para la agilización de trámites; sin embargo, no debemos 
equivocarnos con la función que esta técnica desempeña en relación 
con la actividad notarial.  
 
Una de las controversias sobre este tema radica en la firma electrónica. 
En efecto, se ha pasado de la confusión de conceptos, cuando la firma 
electrónica puede dar lugar a un documento público o privado en función 
de quién sea el emisor. Por eso los documentos electrónicos pueden 
serlo privados o públicos.  
 
Estos últimos son aquéllos cuya autoría es confiado por el Estado a sus 
funcionarios, que los redactan y autorizan en procesos legales de 
garantía quedando investidos por el Estado con presunciones de 
legalidad y autenticidad, que no se basa en el soporte ni siquiera en la 
firma, sino en la fe pública delegada. Esos y sólo ésos son los 
documentos públicos.  
 
En el fondo de estas cuestiones se encuentra, precisamente, la 
inmediatividad; porque, en buena cuenta, se puede afirmar que hoy la 
firma digital no garantiza que haya sido utilizada por su titular (la llave 
puede haber sido comunicada a otra persona, o pueden haberla 
sustraído); y menos todavía, que el que la esté empleando, sea o no el 
titular, esté en condiciones aptas para la conclusión del negocio jurídico 
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de que se trate: no sabemos si está capacitado en el momento en que 
remite su declaración; y tampoco podemos saber si esa voluntad está 
siendo afectada por vicios del consentimiento. Hay una serie de 
supuestos que podrían presentarse, y que de pronto la firma electrónica 
no podría salvar; sin embargo, su admisión y regulación (asi como otras 
modalidades tecnológicas en ciernes) es un paso importante en la labor 
de las oficinas notariales, en función al servicio que prestan a los 
interesados y a la comunidad, que es la verdadera seguridad jurídico 
que les pueden ofrecer. Es ahí donde sí desempeñan su importantísimo 
papel. 
 
2.- LA CELEBRACIÓN DE LOS DENOMINADOS “CONTRATOS 
ELECTRÓNICOS” ES UNA PRÁCTICA CADA VEZ MÁS FRECUENTE 
EN EL CIRCUITO JURÍDICO, POR LO QUE ES UNA NECESIDAD 
ASEGURAR EN TODAS SUS FORMAS LA SEGURIDAD JURÍDICA 
EN LA CONFORMIDAD DE LOS MISMOS. 
 
Como hemos visto detenidamente en las diversas etapas de esta Tesis, 
la tecnología ha traído consigo una serie de consecuencias en las 
distintas esferas donde se desarrolla el hombre: en la esfera económica, 
social, y desde luego, en el plano jurídico, pues la complejidad que 
supone este fenómeno demanda una revisión de los ordenamientos 
normativos a fin de adecuarlos a su propia dinámica. Uno de aquellos 
temas jurídicos que aún continúa revisándose es el tema de la 
contratación electrónica. 
 
La contratación electrónica o telemática determina el nacimiento de 
derechos y obligaciones tanto personales como patrimoniales en línea, 
tanto en internet como intranet, requiriendo la atención adecuada en 
orden a su regulación, control y previsión de las consecuencias. La 
propia naturaleza digital de los contratos cerebrados prantean nuevos 
problemas y características, tanto en el ámbito de los contratos privados 
como en la contratación con el Estado y la contratación pública en 
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general, labor que viene a ampliar el abanico de las clásicas funciones 
del Notario. 
 
Por la contratación electrónica entendemos a los contratos que en su 
formación y/o ejecución utilizan medios electrónicos. En la contrataclón 
electrónica estamos dando énfasis a Ia forma en que se realiza ra 
contratación. Respecto a la contratación en virtud de la forma, hemos 
visto que distintos autores se refieren a ella como electrónica o 
telemática. 
 
En este orden de ideas, podemos definira la contratación electrónica 
como aquella que se realiza mediante la utilización de algún elemento 
electrónico cuando este tiene o puede tener, una incidencia real y directa 
sobre la formación de la voluntad o el desarrollo o interpretación futura 
del acuerdo. 
 
Sin lugar a dudas, mediante el uso de medios electrónicos para que las 
personas declaren su voluntad de contratar, se está facilitando que las 
negociaciones, en distintos ámbitos, tengan mayor agilidad y sean 
menos costosas en cuanto a bienes y servicios, los cuales deben 
demandar a los actores que procuran seguridad jurídica, entre ellos los 
Notarios, una afluencia y preocupación especial frente a estas nuevas 
realidad con el fin de ofrecer un servicio efectivo en sus funciones 
garantistas. 
 
La contratación electrónica, hoy en día resulta estructuralmente diferente 
a la contratación clásica propia de los códigos civiles o de comercio; 
efectivamente, el contrato electrónico produce importantes cambios —
ebido a la realidad virtual en que se desarrolla— sea en torno a las 
formas documentales como cuanto a su contenido mismo, y en relación 
con sus elementos esenciales, naturales o accidentales, dado que se 
alteran en cuestiones como: formación del consentimiento, unidad del 
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acto, materia interpretativa, cuestiones de prueba, riesgos, entre otros 
puntos. 
 
En cuanto a la seguridad jurídica, valga mencionar que según nuestro 
Tribunal Constitucional se ha pronunciado sobre este tema en el Exp. 
Nro. 016-2002-AI/TC, considerando que:  
 
La seguridad jurídica es un principio consustancial al Estado 
constitucional de Derecho, implícitamente reconocido en la Constitución. 
Se trata de un valor superior contenido en el espíritu garantista de la 
Carta Fundamental, que se proyecta hacia todo el ordenamiento jurídico 
y busca asegurar al individuo una expectativa razonablemente fundada 
respecto de cuál será la actuación de los poderes públicos y, en general, 
de toda la colectividad, al desenvolverse dentro de los cauces del 
Derecho y la legalidad. 
 
En efecto, la seguridad jurídica busca que todas las personas tengan 
una expectativa razonable en cómo se llevará a cabo un procedimiento y 
qué implicancias tendrá, por lo que es necesario que las entidades 
públicas adopten medidas que permitan asegurar la eficacia y vigencia 
de los actos jurídicos que se realizan, lo cual alcanza a los servicios 
notariales q deben brindarla. 
 
Esto significa, por tanto, que el Notario debe ir más allá en el 
ofrecimiento tradicional de sus servicios, con la finalidad de brindar no 
solo una seguridad jurídica efectiva, sino proveer las herramientas 
informáticas suficientes para las transacciones de determinados 
usuarios, especialmente a la hora de dar fe pública de la firma, voluntad 
y legitimidad de los contratos jurídicos, tales como por ejemplo la 
Compra venta, Donación, Anticipo de Legítima, Poderes por Escritura 
Pública, Trámites No Contenciosos, Constitución de Sociedades, entre 
otros. 
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En este orden de ideas, la seguridad jurídica que se brinde en estas 
transacciones es uno de los temas fundamentales en el quehacer 
notarial.  
 
3.- LOS DIVERSOS MECANISMOS DIGITALES EN LA 
CERTIFICACIÓN DE LA IDENTIDAD O PARTICIPACIÓN EN LOS 
“CONTRATOS ELECTRÓNICOS” ESTÁN AL ALCANCE DE LOS 
PROPIOS NOTARIOS Y DE LA ADMINISTRACIÓN DE JUSTICIA EN 
GENERAL. 
 
He aquí una parte medular de nuestro trabajo, referido a los mecanismos 
digitales que pueden ser incorporados en las oficinas notariales, relativos 
a la identidad o participación de las celebraciones de los ―contratos 
electrónicos‖. Valga mencionar que a la fecha de redacción de esta 
investigación, saltó a los titulares el famoso caso de la red Orellana, 
dedica a la compra y venta fraudulenta de propiedades, donde se contó, 
según los informes periodísticos, con la ayuda de por lo menos 11 
Notarios, quienes certificaron documentos de compraventa de bienes de 
ciertos testaferros. A ello agregemos que el 25% de las empresas 
peruanas pierden US$500 mil al año por sufrir al menos cinco fraudes. 
 
Frente a situaciones como esta, se hace necesario que la tecnología 
contribuya para mejorar la seguridad jurídica. El servicio notarial es el 
ejercicio de una profesión que salvaguarda la seguridad jurídica, no un 
negocio, y menos debe ser usado para fines ilícitos.  
 
Veamos algunos mecanismos tecnológicos en este sentido, algunos de 
los cuales ya se encuentran en proceso de implementación. 
 
La firma electrónica: 
 
Una de las medidas más difundidas para garantizar la seguridad en la 
contratación electrónica es la utilización de las firmas electrónicas  o 
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digitales. La Firma Digital es aquella firma electrónica que utiliza una 
técnica de criptografía asimétrica y que tiene la finalidad de asegurar la 
integridad del mensaje de datos a través de un código de verificación, 
así como la vinculación entre el titular de la firma digital y el mensaje de 
datos remitido. 
 
Las ventajas derivadas de la utilización del sistema de firma digital van 
desde el aumento de la seguridad en las transacciones hasta la no 
necesidad de presencia o traslado físico, ventajas éstas que se traducen 
en celeridad y ahorro de costos. Frente a la prácticay a nuestra 
legislación notarial, es necesario demostrar que esta tecnología cumple 
con las exigencias de inalterabilidad y seguridad que todo proceso de 
documentación necesita, pero que ésta debe cumplir  con procedimiento 
informático y jurídico.  
 
Actualmente se encuentra regulado básicamente por la Ley Nº 27269, 
Ley de Firmas y Certificados Digitales, y el DS Nº 019-2002-JUS, 
Reglamento de la Ley de Firmas y certificados Digitales, y el D.S Nº 070-
2011-PCM, que modifica el Reglamento de la Ley Nº 27269, y establece 
normas aplicables al procedimiento registral en virtud del Decreto 
Legislativo Nº 681 y ampliatorias. 
 
Entidad certificadora: 
 
Un certificado digital identifica a una persona en medios virtuales, 
permitiéndole firmar documentos durante la realización de trámites y 
transacciones por Internet, con lo cual se puede utilizar la firma digital 
tanto para trámites internos como externos. Se trata de un documento 
digital emitdo por una entidad autorizada que vincula un par de claves 
(una privada y una pública) con una persona y asegura su identidad 
digital,a el cual pude servir para: identificarse cuando establezca 
comunicaciones vía Internet; firma documentos electrónicos con plena 
validez jurídica; proteger la confidecialidad de la información enviada; 
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garantizar la integridad de el información que comparte; y acceder a 
servicios electrónicos con total seguridad. 
 
Según nuestra legislación, el RENIEC tiene a su cargo la identificación 
presencial y no presencial de los ciudadanos, y es la Entidad de 
Certificación para el Estado Peruano; es decir, el único organismo que 
puede emitir certificados digitales en el ámbito de la administración 
pública, lo cual puede ser accesible por parte de las oficinas notariales, 
mediante el trámite previsto para las personas naturales. 
 
Actualmente se encuentra regulado por la Ley Nº 27269, DS Nº 019-
2002-JUS, Reglamento de la Ley de Firmas y certificados Digitales, y el 
D.S Nº 070-2011-PCM, asi como el D.S Nro. 081- 2013 PCM, que 
aprueba la Política Nacional de Gobierno electrónico 2013- 2017. 
 
Certificado digital expedido por al CNL: 
 
Es el documento electrónico, acorde con el standard x.509v3 generado y 
firmado digitalmente por la entidad de certificación del colegio de 
notarios de Lima, el cual vincula un par de claves con una persona 
natural o jurídica, asegurando su identidad en internet para la realización 
de transacciones electrónicas seguras a través de medios telemáticos. 
Los certificados digitales del Colegio de Notarios de Lima, contienen el 
dispositivo más seguro y avanzado del mercado para la generación de la 
firma digital: la tarjeta criptográfica, la misma que contiene: 
 
- Chip criptográfico: dispositivo que protege su clave privada y hace 
que sea invulnerable. 
- Firma Digital: la clave privada nunca abandonará la tarjeta, la firma 
digital la realiza en el chip. 
- PIN: el acceso a la clave privada está protegido por un código PIN que 
se bloquea a los tres intentos fallidos. 
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Sistema biométrico de identificación dactilar: 
 
Este sistema se origina frente a diversos casos de robo de identidad 
como uno de los delitos con mayor crecimiento a nivel mundial. Se han 
dado casos donde de forma muy fácil cualquier persona puede acceder, 
por ejemplo, a una red social y registrarse en nombre de otra, relizar 
trámites o conseguir préstamos a nombre de terceros, pudiendo generar 
severos daños económicos al afectado.  
 
En este escenario, el Servicio de Verificación Biométrica es una 
herramienta que permite a las instituciones públicas y privadas a 
enfrentar la suplantación de identidades y evitar la realización de fraudes 
mediante la identificación automática de las personas, y con ello se 
busca la mejora de la seguridad jurídica y la administración de justicia, 
fortaleciendo la confianza de la ciudadanía, al realizar sus transacciones 
comerciales, lo cual puede ser perfectamente aplicable a los servicios 
notariales, en la medida que se puede implementar mecanismos para 
proveer las herramientas informáticas suficientes para las transacciones 
de determinados usuarios, especialmente a la hora de dar fe pública de 
la firma, voluntad y legitimidad de los contratos jurídicos, tales como por 
ejemplo la Compra venta, Donación, Anticipo de Legítima, Poderes por 
Escritura Pública, Trámites No Contenciosos, Constitución de 
Sociedades, entre otros. 
 
Se bien este servicio ya lo está brindando a algunas dependencias 
públicas la RENIEC, para el caso de las notarías no todas han 
implementado este servicio por una serie de motivos, desde económicos 
hasta desconfianza de la tecnología.  
 
Valga mencionar que actualmente, se encuentra pendiente en el 
Congreso de la República un Proyecto de Ley, en el sentido de modificar 
la Ley del Notariado para que, en el contenido en la conclusión de toda 
escritura pública, además de la impresión dactilar y suscripción de todos 
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los otorgantes, asi como la suscripción del Notario, ―se incluya el reporte 
legalizado del resultado de la verificación biométrica de la huella dactilar 
de todos los otorgantes, que obra en la base del Registro Nacional de 
Identificación y Estado Civil- RENIEC, para lo cual las Notarías a nivel 
nacional deberán contar con un Sistema Automático de Identificación 
dactilar‖, lo cual nos parece una propuesta razonable que beneficiaría a 
los usuarios en general. 
 
Cámaras y filmaciones: 
 
Hoy en día es cada vez más común que se utilice este tipo de 
dispositivos (por ejemplo, circuitos cerrados) para la seguridad de las 
agencias notariales, tanto para la salida y entrada del personal como 
para la caja y el manejo del dinero, pero no se ha extendido mucho para 
los efectos de registrar la identificación, firma y para el protocolo mismo 
de las actividades de los interesados o de sus representantes legales, 
que a pesar de estar hablando de ―contratos electrónicos‖, de todos 
modos en algunas ocasiones se hace necesaria la presencia física. 
 
La adopción de esta forma de supervisión en sde notarial requiere tener 
en cuenta determinados parámetros, ya que su utilización en exceso 
podría llegar a ser la causa de una especia de acoso o intimidación por 
mal uso de la tecnología. 
 
Se puede implementar un Sistema de Grabación Digital, que deberá 
codificar digitalmente las imágenes cómo mínimo bajo el estándar de la 
agencia de las Naciones Unidas ITU (International Communication 
Union) ITU-T REC H.261 o H.264, en un formato no menor a 2CIF 
(Common Intermediate Format), con el fin de grabar digitalmente en 
video, capturar imágenes o cámaras profesionales para uso en 
seguridad y equipo de monitoreo. 
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4.- LA IMPLEMENTACIÓN PROGRESIVA DE ALGUNOS 
MECANISMOS TELEMÁTICOS EN EL PAÍS EN CIERTAS 
DEPENDENCIAS PÚBLICAS, TIENEN HASTA AHORA RESULTADOS 
AUSPICIOSOS. 
 
Consideramos que esta es la mejor muestra que la tecnología puede —y 
debe— estar al servicio de la comunidad en sus diferentes escenarios. 
En este línea, ya son numerosas las dependencias a nivel nacional que 
han optado por ir implementando progresivamente ciertos mecanismos 
telemáticos, con el beneficio que ello supone para los usuarios y la 
seguridad jurídico en términos de tiempo, dinero y confianza. 
 
Así, podemos citar, por ejemplo, que la SUNARP, desde el año pasado, 
facilita la constitución de una empresa con solo una frma digital, gracias 
a un nuevo sistema que elimina el uso del papel, la falsificación 
documentaria, facilitará el trámite notarial y registral, y comunica 
inmediatamente el resultado de dicho trabajo. 
 
Este sistema se denomina Sistema de Intermediación Digital (SID – 
Sunarp), herramienta con la que se podrá iniciar el procedimiento 
registral mediante la generación del parte notarial electrónico, la firma 
digital del notario y el envío al domicilio electrónico de la Sunarp. Este 
procedimiento utiliza un sistema sin papel que requerirá de la 
participación del ciudadano, el notario y el registrador público. 
 
Asimismo, entre las principales ventajas del SID – Sunarp destacan la 
eliminación del soporte papel en el procedimiento registral; la eliminación 
de casos sobre falsificación documentaria: más agilidad en el trámite 
notarial y registral y la comunicación inmediata al correo electrónico del 
ciudadano sobre resultado del trabajo notarial y registral. 
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Además el usuario ahorrará tiempo y dinero, ya que no tendrá que 
trasladarse a una oficina de Sunarp. El acceso del SID-Sunarp formará 
parte de la Plataforma de Interoperabilidad del Estado Peruano (PIDE). 
Cabe precisar que los componentes del SID-Sunarp son el uso del 
software para firma digital validado por el Indecopi y el uso del certificado 
digital emitido por el Reniec, conforme a la Ley de firmas y certificados 
digitales y su reglamento, las cuales ya hemos citado. 
 
A la fecha de redacción de este trabajo, gracias al Sistema de 
Intermediación Digital ya se ha llegado a constituir on line mil empresas 
(MYPEs, empleando solo la firma digital, con lo cual se ha logrado 
eliminar el papel en el procedimiento registral. Además el usuario ahorra 
tiempo y dinero, ya que no tiene necesidad de trasladarse hacia una 
oficina de la Sunarp. Es de resaltar que a la fecha 44 notarías de Lima y 
Callao están adscritas a la plataforma del SID-Sunarp y se espera que 
este año todas las notarías de la capital utilicen este importante servicio 
en beneficio de los ciudadanos. 
 
Si bien, en una primera etapa el SID-Sunarp comprenderá los actos 
referidos a la constitución de empresas en Lima, progresivamente 
integrará nuevos actos registrales como los poderes, bloqueos, 
compraventas, etc., herramienta que luego se replicará en las demás 
zonas registrales de provincias. Un magnífico ejemplo. 
 
Otro de los ejemplos que vale la pena resaltar es el avance que esta 
experimentado el Poder Judicial con las notificaciones electrónicas, pues 
hace un par de años, el Poder Judicial inició la puesta en marcha del 
Nuevo Sistema de Notificaciones Electrónicas (Nuevo Sinoe) en seis 
distritos judiciales del país, con el propósito de fomentar la celeridad 
procesal, la transparencia y el uso intensivo de la tecnología, en aras de 
tener un servicio más eficiente en beneficio del ciudadano. Así, este 
nuevo sistema empezó en las cortes de Cusco, La Libertad, Tacna, 
Lambayeque, Cañete y Arequipa. Además, de acuerdo con las normas 
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vigentes, las notificaciones electrónicas son de carácter obligatorio para 
los procesos contencioso- administrativos, comerciales y laborales.  
 
Este moderno sistema tiene como principal novedad el reemplazo del 
dispositivo "token", por la entrega de claves de acceso proporcionadas 
por la institución que harán más sencillo el acceso.  
 
En consecuencia, al suprimirse el referido instrumento se reduce signifi 
cativamente el costo que representaba su adquisición. Este sistema 
consiste en la digitalización de las resoluciones y anexos, los cuales son 
notificados a una casilla electrónica con la misma efectividad que la 
notificación con cédulas de papel. Las casillas electrónicas deberán ser 
consignadas por los abogados en el escrito y la contestación de la 
demanda. El acceso de los abogados a las casillas electrónicas es 
gratuito y permite visualizar las notifi caciones de los órganos 
jurisdiccionales. 
 
La base legal para estos emprendimientos electrónicos la encontramos 
en la Ley Nro. 30229 y Ley Nro. 30293. 
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SUBCAPÍTULO II 
RESULTADOS DE LAS ENTREVISTAS 
PREGUNTA Nº 01:  
¿CÓMO CALIFICA, EN TÉRMINOS GENERALES, LA EFICACIA QUE 
HASTA AHORA TIENE LA SEGURIDAD JURÍDICA A NIVEL DE LAS 
DIVERSAS TRANSACCIONES QUE SE REALIZAN EN SEDE NOTARIAL 
EN NUESTRO PAÍS? 
CUADRO Nro. 03 
 
EFICACIA DE LA SEGURIDAD JURÍDICA EN SEDE NOTARIAL 
RPTA. 
SUMATO
RIA 
% RAZONES 
SUMATO
RIA 
% 
 
 
POSITIVA 
 
 
12 60% 
 
El Notario verifica la legalidad de las 
operaciones 
06 30% 
 
Los niveles de suplantaciones son 
mínimos respecto al universo de 
transacciones en el país 
06 30% 
NEGATIVA 08 40% 
 
No existen suficientes mecanismos 
tecnológicos que brinden seguridad 
plena a las personas naturales o 
jurídicas 
04 20% 
 
No existe base de datos 
interconectadas con dependencias 
centrales de la administración 
pública 
04 20% 
 
TOTAL 
 
20 
 
100% 
--------- --------- --------- 
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GRÁFICO Nº 01 
EFICACIA DE LA SEGURIDAD JURÍDICA EN SEDE NOTARIAL 
 
 
ANÁLISIS Y COMENTARIO:  
 
Iniciamos esta ronda de entrevistas a Notarios de la jurisdicción de La 
Libertad y docentes universitarios de la especialidad de Derecho Notarial, 
en torno a la calificación general de la eficacia que tiene la seguridad 
jurídica de las diversas transacciones que se realizan en sede notarial en 
nuestro país, la cual arrojó que un apreciable 60% (esto es, 12 
entrevistados) manifestó que era positiva, mientras que el restante 40% 
selaño, por su parte, por el contrario, que la eficacia era negativa. 
 
Las respuestas a esta primera pregunta nos deja satisfechos en gran 
medida, pues, con cierto temor, pensamos que la calificación negativa 
podría ser más abultada, dada la problemática judicial que hemos visto en 
los últimos meses, con el Caso Orellana, donde por culpa de algunos 
malos Notarios, la figura de este profesional se ha visto mellada en el 
desempeño propio de su función, con todo lo que complica para su imagen 
en la sociedad, a la cual se debe. 
 
40% 
60% 
Positiva
Negativa
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donde la figura cómplice de algunos malos Notarios ha quedado en 
entredicho en cuestiones propias de su oficio y reputación. 
 
Indudablemente que la fe pública, al igual que todas las instituciones gue 
integran la publicidad jurídica o satisfacen sus necesidades, se producen 
en la sociedad para la realización normal del Derecho que es uno de los 
fines del Estado, y donde la presencia del Notario cobra especial 
relevancia. 
 
Como hemos visto ya oportunamente en esta investigación, en términos de 
seguridad jurídica, el Tribunal Constitucional se ha pronunciado señalando 
expresamente que se trata de un principio consustancial al Estado 
constitucional de Derecho, implícitamente reconocido en la Constitución. 
Se trata de un valor superior contenido en el espíritu garantista de la Carta 
Fundamental, que se proyecta hacia todo el ordenamiento jurídico y busca 
asegurar al individuo una expectativa razonablemente fundada respecto de 
cuál será la actuación de los poderes públicos y, en general, de toda la 
colectividad, al desenvolverse dentro de los cauces del Derecho y la 
legalidad. 
 
En efecto, la seguridad jurídica busca que todas las personas tengan una 
expectativa razonable en cómo se llevará a cabo un procedimiento y qué 
implicancias tendrá, por lo que es necesario que las entidades públicas 
adopten medidas que permitan asegurar la eficacia y vigencia de los actos 
jurídicos que se realizan, lo cual alcanza a los servicios notariales q deben 
brindarla. Por tanto, el Notario está obligado a brindar no solo una 
seguridad jurídica efectiva, sino proveer las herramientas suficientes para 
las transacciones de determinados usuarios, especialmente a la hora de 
dar fe pública de la firma, voluntad y legitimidad de los contratos jurídicos, 
tales como por ejemplo la Compra venta, Donación, Anticipo de Legítima, 
Poderes por Escritura Pública, Trámites No Contenciosos, Constitución de 
Sociedades, entre otros. 
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Entre las respuestas que señalaron afirmativamente a esta primera 
interrogante, tenemos indicadores como que el Notario verifica la legalidad 
de las transacciones, y por tanto, otorga seguridad jurídica a los 
contratantes; que los casos de fraudes y suplantaciones no representan el 
universo de operaciones que se realizan en el país, frente a lo cual se hace 
necesario un soporte telemático que coadyuve en el otorgamiento de todo 
tipo de seguridad a las partes.  
 
Asimismo, nos señalaron que aún resta la dación orgánica de normas que 
refuercen la seguridad jurídica en las diversas transacciones que se 
realizan con intervención de los Notarios. De igual modo, se calificó a la 
seguridad jurídica existente como una señal inequívoca de la preferencia y 
bajos costos de transacciones en el notariado peruano. 
 
Por su parte, quienes consideraron la opción negativa, señalaron que en la 
actualidad se presentan muchos problemas jurídicos alrededor de la figura 
del Notario y transacciones de bienes muebles e inmuebles, y en muchos 
casos no hay sanción efectiva porque el Colegio mismo no fiscaliza ni 
sanciona a los funcionarios corruptos; también que debido a la falta de 
interconexión entre dependencias estatales se presentan una serie de 
ilegalidades que compromenten la figura del Notario, quien muchas veces 
es sorprendido por malos hombres de leyes. 
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PREGUNTA Nº 02:  
CONSIDERA USTED QUE LA CELEBRACIÓN DE LOS LLAMADOS 
“CONTRATOS ELECTRÓNICOS” QUE SE REALIZAN CON 
INTERVENCIÓN DE LOS NOTARIOS MERECERÍAN UNA REGULACIÓN 
ESPECIAL CON EL FIN DE GARANTIZAR UNA EFECTIVA SEGURIDAD 
JURÍDICA? 
CUADRO Nro. 04 
REGULACIÓN DE LOS “CONTRATOS ELECTRÓNICOS” CON EL FIN DE GARANTIZAR MAYOR 
SEGURIDAD JURÍDICA 
RPTA. 
SUMAT
ORIA 
% RAZONES 
SUMATO
RIA 
% 
 
 
AFIRMATIVA 
 
 
16 80% 
 
La expedición de normas 
específicas brindará mayor 
seguridad a las partes 
04 20% 
   
La inexistencia de normas puede 
ocasionar prácticas al margen del 
Derecho  
04 20% 
NEGATIVA 04 20% 
 
El desarrollo tecnológico no necesita 
una regulación mientras exista 
buena fe en los contratantes 
10 10% 
 
La regulación de los contratos 
electrónicos puede ocasionar su 
estancamiento 
10 10% 
 
TOTAL 
 
20 
 
100% 
--------- --------- --------- 
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GRÁFICO Nº 02 
REGULACIÓN DE LOS “CONTRATOS ELECTRÓNICOS” CON EL FIN DE 
GARANTIZAR MAYOR SEGURIDAD JURÍDICA 
 
 
ANÁLISIS Y COMENTARIO:  
 
Los resultados de esta segunda pregunta respaldan inobjetablemente la 
posición de nuestra tesis, en el sentido de que una mayoría del 80% 
manifiesta estar de acuerdo en que los llamados contratos electrónicos que 
se realizan con intervención de los Notarios merezcan una regulación 
especial con el fin de asegurar una mayor seguridad jurídica, mientras que 
un tímido 20% señala lo contrario. 
 
A lo largo del estudio de los contratos electrónicos hemos visto que son los 
que se celebran mediante una red informática de operadores intermedios, 
diálogo que no necesariamente es equiparable a la comunicación entre dos 
personas por teléfono o por videoconferencia, por ser automático. 
 
El diálogo consiste en la trasmisión electrónica de datos, técnicamente 
denominado EDI (Electronic Data lnterchange), definido por la Ley Modelo 
del UNCITRAL como la transmisión electrónica de la información, de 
80% 
20% 
Afirmativa
Negativa
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ordenador a ordenador, conforme a un método previamente acordado a fin 
de estructurar dicha información. Por tanto, los contratos electrónicos en 
sentido estricto, son sólo aquellos que se celebran mediante EDl, 
independientemente de si la trasmisión es automática conforme a pautas 
pre-acordadas, como consecuencia de un mecanismo de inteligencia 
artificial, o que resulte de una manifestación de voluntad expresa y singular 
de las partes para cada contrato. 
 
Hemos visto también que como en todo sistema jurídico, el Derecho 
peruano en materia contractual se orienta a brindar la indispensable 
seguridad jurídica a las partes para la celebración del contrato. Sin 
embargo, la aplicación de las Nuevas Tecnologías de la Información, con el 
consecuente surgimiento de nuevos medios de transmisión de información, 
y riesgos diversos que afectan a las partes y a su patrimonio, hace 
imprescindible no sólo la implementación de las diversas y muy eficientes 
medidas de seguridad, sino también la adecuación de nuestra normativa 
jurídica contractual a fin de regular esta realidad. De esta manera, es 
posible garantizar la necesaria seguridad jurídica en la contratación 
electrónica, que permitirá el aprovechamiento de esta clase de 
contratación, como un instrumento de desarrollo en todo orden, incluyendo 
el servicio notarial, que es nuestro tema específico. 
 
Se bien la regulación jurídica no asegura resultados efectivos, es 
conveniente atender los nuevos tipos de transacciones que se presentan 
ante las instancias administrativas y notariales, con el fin de asegurar que 
la seguridad jurídica extienda su manto protector a las partes celebrantes y 
por consiguiente a la sociedad misma. 
 
Frente a esta nueva interrogante, nuestros entrevistados manifestaron 
interesantes respuestas a favor como que el uso de los sistemas de 
información y redes electrónicas son pan de cada día en los grandes y 
medianos negocios, por lo que se justifica que exista una normatividad 
especial para la realización de actos y contratos de naturaleza civil o 
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mercantil, con el fin de asegurar a las partes y al propio Notario una 
seguridad jurídica plena de cada una de sus responsabilidades. 
 
De igual forma, se nos refirió que su regulación abonaría en otorgar 
confianza en la reciprocidad de los contratantes, con el fin de dinamizar el 
tráfico comercial de una forma precisa y confiable, dado que habrá menos 
espacio para la informalidad jurídica en las transacciones, y menos 
oportunidad de comisión de vicios y suplantaciones. 
 
Una opinión interesante, además, señaló que la regulación incluso podría 
alcanzar límites penales, en la medida que asi como cada vez es frecuente 
la celebración de contratos electrónicos, los llamados hackers también 
hacen lo suyo en la comisión de diversos delitos informáticos, como 
capturas de cuenta, asociaciones ilícitas, desvío de fondos, etc. 
 
En general, quienes estuvieron a favor de la regulación coincidieron que 
todo fenómeno jurídico que involucre manifestación electrónica de voluntad 
de las partes debería tener una regulación más allá de los marcos 
tradicionales del Código Civil. 
 
Finalmente, entre los que estuvieron en desacuerdo en su regulación para 
otorgar mayor seguridad jurídica, manifestaron, especialmente, que si bien 
la normatividad otorga cierta confianza a los interesados, las transacciones 
electrónicas seguras implicarían una serie de implementaciones 
demasiados costosos para los que ofrecen los servicios notariales, 
debiendo el Estado proveer de alguna forma ciertas facilidades a estos 
funcionarios. 
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PREGUNTA Nº 03:  
¿CON QUÉ TIPO DE SISTEMAS O MECANISMOS DIGITALES QUE 
CERTIFIQUEN LA IDENTIDAD O PARTICIPACIÓN DE LAS PARTES 
CONTRATANTES CUENTA SU OFICINA NOTARIAL PARA LAS 
DIVERSAS TRANSACCIONES JURÍDICAS QUE SE DEMANDAN? 
EXPLIQUE. 
CUADRO Nro. 05 
 
MECANISMOS DIGITALES UTILIZADOS EN LAS OFICINAS NOTARIALES EN MATERIA DE 
IDENTIFICACION O PARTICIPACIÓN DE LAS PARTES 
RPTA. 
SUMATO
RIA 
% RAZONES 
SUMATO
RIA 
% 
SISTEMAS 
BIOMÉTRICOS 
DE 
INDENTIFICACI
ÓN 
12 60% 
 
Identificación plena de las partes 
03 30% 
 
Seguridad y confianza en las 
transacciones y sede notarial 
03 30% 
CÁMARAS Y 
VIDEOS 
04 20% 
 
Es necesario especialmente por la 
seguridad y caudales de las oficinas  
02 10% 
 
Es relativamente de bajo costo 
02 10% 
CONSULTA ON 
LINE 
04 20% 
 
Muchas dependencias del Estado 
están intercontadas desde internet 
02 10% 
Es relativamente de bajo costo 02 10% 
TOTAL 20 100% --------- --------- --------- 
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GRÁFICO Nº 03 
MECANISMOS DIGITALES UTILIZADOS EN LAS OFICINAS NOTARIALES EN 
MATERIA DE IDENTIFICACION O PARTICIPACIÓN DE LAS PARTES 
 
 
ANÁLISIS Y COMENTARIO:  
 
Una pregunta dedicada especialmente a los Notarios de nuestra muestra, 
en el sentido de averiguar qué tipo de sistemas o mecanismos digitales que 
certifiquen la identidad o participación de las partes contratantes tienen 
implementado en sus establecimientos, lo que arrojó básicamente los 
siguientes elementos:  Sistemas biométricos de identificación 60%, 
Cámaras y Video vigilancia 20%, y Consultas en línea el restante 20%. 
 
Se entiende que ninguna actividad humana puede brindar seguridad al cien 
por ciento, sin embargo, las medidas aplicables a un entorno de 
mecanismos digitales pueden brindar altos índices de seguridad, cuyo nivel 
máximo es el objetivo para la satisfacción de las partes contratantes. 
 
El Notario viene a ser un profesional cuya intervención es fundamental para 
una sociedad, dado que otorga carácter público a determinados 
documentos y actos celebrados en su presencia, autorizándolos a tal fin 
0%
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60%
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con su firma. Los Notarios peruanos tienen un importante papel en la 
sociedad contemporánea, pues brindan -a través de su labor profesional- la 
seguridad jurídica que la ciudadanía necesita, en cuanto da fe de los actos 
que ante su presencia se celebran plasma, sin duda, la certeza jurídica.  
 
Las medidas de seguridad actualmente empleadas en las dependencias 
notariales, varían desde aquellas medidas mínimas que brindan los 
proveedores de servicios informáticos, las que generalmente resultan 
insuficientes; otras poco conocidas en el mercado, para cuya aplicación 
debe tenerse en cuenta que podrían no tener los adecuados controles de 
calidad; hasta aquellas medidas de seguridad generalizadas, cuyo nivel de 
seguridad alcanzado es cada vez mayor, de acuerdo a su aplicación en 
contratación electrónica y su implementación en nuestro país. 
 
En términos generales, pues, el común de los mortales  Notarios, por lo 
menos en La Libertad, cuenta con algunos de estos tres mecanismos para 
motivar una mayor seguridad en los servicios que el Estado les ha 
asignado: Sistema Biométrico de identificación, Cámaras y videos, y 
consultas on line. 
 
Adviértase que ninguno de estos mecanismos representa una inversión 
sustancial en los servicios notariales, por lo que podría criticarse la 
pasividad en cuanto a explorar otros mecanismos de certificación de las 
partes contratantes. No obstante, ya es un avance en la conciencia cívica 
de garantizar derechos en las diversas transacciones que se realizan con 
su intermediación, frente a muchas Notarías en diversas partes del país 
donde no se cuenta con lo básico para el ejercicio regular de estos 
profesionales. 
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PREGUNTA Nº 04:  
¿CREE USTED QUE ES NECESARIO LA IMPLEMENTACIÓN DE 
MECANISMOS DIGITALES QUE CERTIFIQUEN LA IDENTIDAD O 
PARTICIPACIÓN DE LAS PARTES CONTRATANTES DE UN 
CONTRATO ELECTRÓNICO, CON EL FIN DE BRINDAR EFECTIVA 
SEGURIDAD JURÍDICA?  
CUADRO Nro. 06 
IMPLEMENTACIÓN DE MECANISMOS DIGITALES QUE CERTIFIQUEN LA IDENTIDAD O 
PARTICIPACIÓN DE LAS PARTES CONTRATANTES 
RPTA. 
SUMAT
ORIA 
% RAZONES 
SUMATO
RIA 
% 
 
 
AFIRMATIVA 
 
 
16 80% 
 
Será la mejor manera de reforzar la 
confianza notarial y la seguridad 
jurídica 
04 20% 
   
Los servicios notariales se 
modernizarán como en otros paises, 
y se evitarían todo tipo de 
suplantaciones 
04 20% 
NEGATIVA 04 20% 
 
Encarecería los servicios notariales 
en el país 
10 10% 
 
El costo de su implementación 
debería esta al alcance de los 
Notarios y demás oficinas del 
sistema judicial 
10 10% 
 
TOTAL 
 
20 
 
100% 
--------- --------- --------- 
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GRÁFICO Nº 04 
IMPLEMENTACIÓN DE MECANISMOS DIGITALES QUE CERTIFIQUEN LA 
IDENTIDAD O PARTICIPACIÓN DE LAS PARTES CONTRATANTES 
 
 
ANÁLISIS Y COMENTARIO:  
 
Punto a favor para los intereses de esta investigación, en tanto y en cuanto 
un meridiano porcentaje de nuestros entrevistados (80% de nuestra 
muestra, nada menos) se decantó por la necesidad de implementar 
mecanismos digitales que certifiquen  la identidad o participación de las 
partes contratantes de un contrato electrónico, con el fin de brindar efectiva 
seguridad jurídica, versus un menguado 20% que dio una respuesta 
negativa. 
 
Como hemos visto detenidamente en las diversas etapas de esta Tesis, la 
tecnología ha traído consigo una serie de consecuencias en las distintas 
esferas donde se desarrolla el hombre: en la esfera económica, social, y 
desde luego, en el plano jurídico, pues la complejidad que supone este 
fenómeno demanda una revisión de los ordenamientos normativos a fin de 
adecuarlos a su propia dinámica. Uno de aquellos temas jurídicos que aún 
continúa revisándose es el tema de la contratación electrónica, la cual 
80% 
20% 
Afirmativa
Negativa
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determina el nacimiento de derechos y obligaciones tanto personales como 
patrimoniales, requiriendo la atención adecuada en orden a su regulación, 
control y previsión de las consecuencias. La propia naturaleza digital de los 
contratos cerebrados prantean nuevos problemas y características, tanto 
en el ámbito de los contratos privados como en la contratación con el 
Estado y la contratación pública en general, labor que viene a ampliar el 
abanico de las clásicas funciones del Notario. 
 
Sin lugar a dudas, mediante el uso de medios electrónicos para que las 
personas declaren su voluntad de contratar, se está facilitando que las 
negociaciones, en distintos ámbitos, tengan mayor agilidad y sean menos 
costosas en cuanto a bienes y servicios, los cuales deben demandar a los 
actores que procuran seguridad jurídica, entre ellos los Notarios, una 
afluencia y preocupación especial frente a estas nuevas realidad con el fin 
de ofrecer un servicio efectivo en sus funciones garantistas. 
 
Frente a ello, la mayor parte de nuestros entrevistados, Notarios y 
especialistas académicos, coincidieron en que la implementación de 
mecanismos digitales abona en la confianza y el otorgamiento de seguridad 
jurídica en el tipo de transacciones que estamos tratando, puesto hoy en 
día son mecanismos indispensables en la identificación plena de las partes, 
y el reconocimiento de la manifestación de su voluntad. igualmente, 
señalaron muchos Notarios todavía desconocen la existencia de estos 
mecanismos, por lo que sería necesario que se inicie una campaña de 
difusión, con el fin de acercar los nuevos dispositivos telemáticos a sus 
oficinas notariales, y darles las mayores facilidades para su 
implementación, labor que muy bien podría gestionar el gremio profesional 
en cada sede del país. 
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PREGUNTA Nº 05:  
FINALMENTE, QUE OTRAS RECOMENDACIONES DEBERÍAN 
IMPLEMENTARSE CON EL FIN DE OTORGAR UNA EFECTIVA 
SEGURIDAD JURÍDICA A LAS PARTES, EN FUNCIÓN AL AVANCE DE 
LOS MEDIOS ELECTRÓNICOS DE CONTRATACIÓN? 
CUADRO Nro. 07 
RECOMENDACIONES PARA UNA EFICAZ SEGURIDAD JURÍDICA EN FUNCIÓN AL AVANCE DE 
LOS MEDIOS ELECTRÓNICOS 
RPTA. 
SUMATO
RIA 
% RAZONES 
SUMATO
RIA 
% 
INTERCONEXI
ÓN DE LAS 
DIVERSAS 
ENTIDADES 
ESTATALES 
10 50% 
 
Asegurar efectividad jurídica  
 
05 30% 
Disponer los recursos 
necesarios 
05 30% 
CAPACITACIÓ
N DEL 
PERSONAL 
NOTARIAL  
06 30% 
 
Revisión de funciones y 
competencias 
03 15% 
Mejoramiento de la figura en 
sede nacional 
03 15% 
QUE HAYA 
UNA MAYOR 
RESPONSABIL
IDAD EN LOS 
NOTARIOS 
04 20% 
 
Campañas de sensibilización 
 
02 10% 
Acciones de seguimiento 02 10% 
TOTAL 20 100% --------- --------- --------- 
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GRÁFICO Nº 05 
RECOMENDACIONES PARA UNA EFICAZ SEGURIDAD JURÍDICA EN FUNCIÓN 
AL AVANCE DE LOS MEDIOS ELECTRÓNICOS 
 
 
ANÁLISIS Y COMENTARIO:  
 
Para nuestra pregunta de cierre reservamos las recomendaciones para 
lograr una efectiva seguridad jurídica entre las partes, en función al avance 
de los medios electrónicos de contratación, la cual arrojó que un 50% de 
nuestra muestra apostó por una mayor interconexión de las entidades 
paraestatales con el fin de que los funcionarios notariales puedan asegurar 
una mayor seguridad jurídica; seguidamente, un 30% señaló la 
capacitación del personal notarial en sus diversas instancias, desde el 
mismo Notario hasta su personal jurídico de apoyo; y finalmente, un 20% 
se decantó por una mayor responsabilidad de los Notarios, que en el 
imaginario popular, muchas veces son parte cómplice en las 
suplantaciones y otros delitos, cosa que no siempre es así. 
 
Como hemos dejado establecido en puntos anteriores, a la fecha de 
redacción de esta investigación, saltó a los titulares el famoso caso de la 
red Orellana, dedica a la compra y venta fraudulenta de propiedades, 
0%
10%
20%
30%
40%
50%
Interconexión de las entidades
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donde se contó, según los informes periodísticos, con la ayuda de por lo 
menos 11 Notarios, quienes certificaron documentos de compraventa de 
bienes de ciertos testaferros. Frente a situaciones como esta, se hace 
necesario que la tecnología contribuya para mejorar la seguridad jurídica. 
El servicio notarial es el ejercicio de una profesión que salvaguarda la 
seguridad jurídica, no un negocio, y menos debe ser usado para fines 
ilícitos.  
 
De otra parte, conviene recordar que la contratación electrónica o 
telemática es aquella cuya negociación, perfeccionamiento y/o ejecución se 
realiza utilizando medios electrónicos. La seguridad es una de las 
cuestiones prioritarias en la contratación electrónica. Si no hay seguridad 
no hay confianza y la confianza en el sistema es la base de la contratación 
electrónica. 
 
Creemos que en un tiempo no muy lejano en nuestro país, la contratación 
electrónica deberá ser la más adecuada para ser utilizada en la mayorÍa de 
contratos mercantiles, buscándose que den una seguridad, certeza y 
confianza, iguales o superiores a los realizados por medios 
convencionales. Las instituciones jurÍdico informáticas expuestas como la 
firma electrónica y la microforma digital contribuyen a ese fin. 
 
Así, el Notario al cumplir con su elevada función, se ha transformado sin 
perder ecuanimidad ni equidistancia, en un defensor de los intereses 
populares, desde que en el trato con las partes con grandes desniveles 
económicos, representa una garantía de amparo y seguridad jurídica, para 
el contratante económicamente más débil.  
 
Regresando a lo nuestro, entre las principales recomendaciones que se 
señaló en la consulta de este trabajo, tenemos que se puntualizó la 
eliminación de partes delegadas, asi como implementar un registro 
electrónico directo entre el despacho del Notario y los Registradores.  
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También se nos manifestó más de una vez la promoción de la 
implementación de los diversos métodos digitales (firmas electrónicas, 
códigos de seguridad) y la misma celebración de los contratos, pues su 
concurrencia exigirá un mayor celo en el otorgamiento de la seguridad 
jurídica a las partes contratantes. 
 
Otra opinión interesante fue que las transacciones vía comercio 
electrónico sobrepasarán las barreras territoriales, siendo necesario en 
el plazo inmediato la conformación de mercados comunes, a fin de que 
los servicios notariales se universalicen. De igual forma, se nos habló de 
la promoción de los servicios tecnológicos de los servicios notariales, 
con el fin de estimular la competencia en el rubro y difindur los nuevos 
mecanismos entre los interesados. 
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SUBCAPÍTULO III 
RESULTADOS DE LA LEGISLACIÓN COMPARADA 
1.- LEGISLACIÓN ESPAÑOLA 
 
Dos cosas que debemos decir antes de desarrollar este apartado final de 
nuestros resultados. Primero, que la legislación notarial española es una 
de las más avanzadas en materia de aplicación de firmas digitales y 
seguridad jurídica; y dos, que su desarrollo se acomoda en el modelo del 
notariado latino (en su carácter de funcionarios públicos y profesionales 
del Derecho especializados) al cual también pertenece nuestro país, por 
lo que he ahí su pertinencia. Veamos. 
 
El notariado español es hoy protagonista activo en la aplicación diaria de 
las nuevas tecnologías en la contratación y las comunicaciones 
mediante envíos telemáticos bajo firma electrónica reconocida notarial. 
Vale mencionar, además, que siendo España miembro de la Unión 
Europea, se rige bajo un marco legal común en cuanto a la firma 
electrónica se refiere, y ciertos aspectos jurídicos de servicios en el 
fomento del comercio electrónico (Especialmente las Directiva del 
Parlamento Europeo Nros. 1999/93 y 2000/31), señalándose, por 
ejemplo, el establecimiento de un régimen jurídico aplicable a los 
servicios de la sociedad de la información y la contratación electrónica, 
fomento de la seguridad jurídica y confianza en la comunicación 
electrónica, equivalencia funcional, entre otros. 
 
En cuanto a las profesiones reguladas por la Directiva relativa al 
Comercio electrónico, la doctrina entiende que la misma no es de 
aplicación a la profesión notarial, debido a que esta está relacionada con 
el ejercicio del poder público, como es el caso de los notarios. Queda 
entonces excluida la profesión notarial del ámbito de aplicación de 
ciertas Directivas, por no ser su regulación competencia de la Unión 
Europea; pero ello no significa excluir el uso de las nuevas tecnologías 
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en las profesiones notarial y registral, que han incorporado dichas 
herramientas a la prestación de sus servicios profesionales por mandato 
de otras leyes específicas. 
 
La firma electrónica en España se regula mediante La ley 59/ 2003, que 
es de principal importancia en el marco de las nuevas tecnologías y 
especialmente en el ámbito de la documentación en soporte electrónico, 
destacándose especialmente los siguientes puntos. 
 
-  Regulación de la eficacia jurídica de la firma electrónica. 
- Creación de la denominada firma electrónica (firma avanzada basada 
en un certificado reconocido y con un dispositivo seguro de creación de 
firma) modelo de la firma electrónica reconocida notarial, y se le confiere 
equivalencia funcional con la firma manuscrita. 
- Definición y regulación del documento electrónico. 
- Regulación de la prestación de servicios de certificación ampliando el 
alcance de su definición a la prestación de cualquier servicio relacionado 
con la firma electrónica. 
- Favorecimiento de Ia autorregulación de la industria servicios 
relacionados con la firma electrónica. 
- Regulación genérica del Documento Nacional de Identidad electrónico. 
- Establece un régimen de certificados electrónicos de personas jurídicas 
- Exigencia y regulación de la Declaración de prácticas certificación a los 
prestadores de servicios de certificación; entre otros. 
 
Un punto importante que observamos en la legislación ibérica es que la 
firma electrónica está orientada a su utilización por parte del colectivo 
profesional notarial, pues las incorpora a la prestación propiamente dicha 
de los servicios notariales y registrales.  
 
Así, la Ley 24/2000, de Medidas Fiscales, Administrativas y del Orden 
Social. Incorporación de Técnicas electrónicas informáticas y telemáticas 
a la seguridad jurídica preventiva introducen en el sistema español de 
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seguridad jurídica preventiva una modernización consistente en impulsar 
la utilización de las nuevas tecnologías con la colaboración por parte de 
los cuerpos profesionales de Notarios y Registradores. 
 
De forma genérica, se implementan diferentes reformas que tienen por 
finalidad esencial acomodarse a las exigencias de una economía 
moderna, con especial incidencia en la utilización efectiva de las 
técnicas informáticas, electrónicas y telemáticas, por ejemplo en los 
siguientes aspectos: 
 
- Impulso a la tramitación telemática mediante la incorporación del uso 
de la firma electrónica reconocida en los despachos notariales y 
registrales. 
- Formalización de negocios jurídicos a distancia por vía electrónica. 
- Régimen de expedición y remisión de copias de documentos públicos 
notariales electrónicos, testimonios, certificaciones y almacenamiento de 
notificaciones electrónicas. 
- Se dispone que con independencia del soporte que contenga al 
documento público notarial -soporte electrónico o papel-, dicho 
documento goza de fe pública y su contenido se presume veraz e 
íntegro. 
- Plazo máximo para obtener firma electrónica reconocida para uso en 
razón de su profesión, por Notarios y Registradores de la Propiedad, 
Mercantiles y de bienes muebles. 
- Obligatoriedad de disposición de sistemas telemáticos para la emisión, 
transmisión, comunicación y recepción de información. 
- Obligatoriedad por parte de Notarios y Registradores de operar 
con dichos sistemas a través de sus respectivos órganos corporativos, 
Consejo General del Notariado y Colegio de Registradores, y estos a 
través de sus nodos centrales de comunicación. 
- Atribución de facultades a Ia Dirección General de los Registros y del 
Notariado para determinar las características a cumplimentar por dichos 
sistemas de comunicación, en base a las necesidades de actualización 
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en el campo de las nuevas tecnologías, a efectos de impedir la 
manipulación de los respectivos sistemas de almacenamiento de la 
información. 
 
En cuanto a la Ley del Notariado, Ley 24/ 2001, el Art. 115 establece 
los siguientes puntos referidos al soporte electrónico de documentos 
notariales: 
 
- Principio de equiparación entre documentos públicos en soporte 
electrónico y documentos públicos en soporte papel. 
- Requisitos y efectos comunes de los instrumentos públicos. 
- Deber de sujeción a las mismas garantías y requisitos que los de todo 
documento público notarial. 
- Producción de los mismos efectos entre ambos tipos documentales. 
- Régimen de validez, expedicióry remisión y traslado a papel de las 
copias electrónicas autorizadas de los documentos notariales matrices. 
 
El Real Decreto 45/2007 de 19 de enero, modificatorio del Reglamento 
Notarial, agregó disposiciones varias, entre ellas los artículos referentes 
a las copias attorizadas electrónicas, legitimación notarial de firma 
electrónica reconocida y libro Indicador e índice informatizado. 
 
Otro punto que debemos acotar es que los notarios españoles están 
intercomunicados mediante una red privada virtual, RENO, con lo cual el 
circuito de comunicaciones informáticas es cerrado y por tanto contiene 
todas las comunicaciones oficiales que entre notarios se efectúan 
mediante firma electrónica reconocida.  
 
Consideramos que la utilización de la firma electrónica por parte de los 
notarios y registradores españoles ha producido un verdadero avance en 
la prestación de servicios profesionales y una efectiva intervención del 
Notariado en gestión electrónica de la información, lo cual ha brindado 
agilidad y confiabilidad en las comunicaciones así producidas en el 
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ámbito notarial. Prueba de ello lo son la cantidad de aplicaciones 
prácticas que posibilitan utílizar el formato electrónico documental, la 
remisión telemática de documentos y la creación de la firma electrónica 
reconocida notarial. 
 
2.- LEGISLACIÓN ARGENTINA 
 
En el ámbito comunitario, Argentina es Estado miembro del 
MERCOSUR, cuyo órgano decisivo -Grupo de Mercado Común- dictó 
dos Resoluciones que regulan las directrices para la celebración de 
acuerdos de reconocimiento mutuo de firmas electrónicas avanzadas en 
su ámbito. La firma digital regulada en la República Argentina por Ley 
25.506, es en buena cuenta, la herramienta equivalente a la firma 
electrónica española que vimos en el acápite anterior. 
 
En cuanto a la definición de firma digital, la ley argentina, hace referencia 
al mecanismo de mayor seguridad para la suscripción de documentos 
digitales; por tanto intenta asemejarse a la noción española.  
 
A decir de su Art. 5, se entiende por firma electrónica al conjunto de 
datos electrónicos integrados, ligados o asociados de manera lógica a 
otros datos electrónicos, utilizado por el signatario como su medio de 
identificación, que carezca de alguno de los requisitos legales para ser 
considerada firma digital. 
 
A su vez, el Art. 2 entiende por firma digital al resultado de aplicar a un 
documento digital un procedimiento matemático que requiere 
información de exclusivo conocimiento del firmante, encontrándose esta 
bajo su absoluto control. La firma digital debe ser susceptible de 
verificación por terceras partes, tal que dicha verificación 
simultáneamente permita identificar al firmante y detectar cualquier 
alteración del documento digital posterior a su firma. 
 
127 
 
En cuanto a la equivalencia funcional su Art. 3 es muy claro cuando 
afirma que cuando la ley requiera una firma manuscrita, esa exigencia 
también queda satisfecha por una firma digital. Este principio es 
aplicable a los casos en que la ley establece la obligación de firmar o 
prescribe consecuencias para su ausencia. 
 
En cuanto al documento digital, la ley la señala como la representación 
digital de actos o hechos, con independencia del soporte utilizado para 
su fijación, almacenamiento o archivo. Un documento digital también 
satisface el requerimiento de escritura. 
 
Aquí podemos hacer un paralelo con la ley española, que señala que 
siempre que la ley exija que el contrato o cualquier información 
relacionada con el mismo conste por escrito, este requisito se entenderá 
satisfecho si el contrato o la información se contiene en soporte 
electrónico. Igualmente, considera documento electrónico el redactado 
en soporte electrónico que incorpore datos que estén firmados 
electrónicamente. Adicionalmente a ello, en cuanto a los documentos 
públicos, la ley española precisa que no perderán dicho carácter por el 
solo hecho de estar redactados en soporte electrónico con la firma 
electrónica avanzada del notario y/ en su caso, de los otorgantes 
intervinientes, obtenida la de aquéI de conformidad con la Ley del uso de 
firma electrónica por parte de notarios y demás normas 
complementarias. 
 
En cuanto a la presunción de integridad, la ley argentina, señala que el 
resultado de un procedimiento de verificación de una firma aplicado a un 
documento digital es verdadero, se presume, salvo prueba en contrario, 
que este documento digital no ha sido  manipulado desde el momento de 
su firma. 
 
Finalmente, en cuanto a los Certificados electrónicos, la norma gaucha 
señala que se entiende por certificado digital el documento digital 
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firmado digitalmente por un certificadora que vincula los datos de 
verificación de firma a su titular. Es importante destacar que la validez 
del certificado digital sometida al cumplimiento de estándares 
internacionales fijados por la autoridad de aplicación y al contenido de 
ciertos datos de identificación. 
 
En general, podemos concluir que la aplicación práctica de Ia firma 
digital en Argentina es un objetivo pendiente, hacia el cual el notariado 
local ha demostrado su permanente interés mediante un estudio técnico 
de aquella. Por tanto, en la actualidad dicho país cuenta básicamente 
con la legislación específica, y con una infraestructura en proceso de 
implementación. 
 
No obstante, consideramos que el notariado debe seguir impulsando Ia 
reglamentación para la utilización de la firma electrónica reconocida 
basada en un certificado reconocido, creada mediante un dispositivo 
seguro de creación de firma y con los mayores recaudos de seguridad 
existentes, tanto en el desempeño de su profesión y en su conexión 
diaria con registros, juzgados, administraciones públicas como desde el 
estudio permanente de la seguridad jurídica que la firma electrónica 
brinde desde el servicio notarial. 
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CONCLUSIONES 
 
1.- En esta investigación se ha logrado determinar que la manera en que la 
función pública notarial puede garantizar la seguridad jurídica en la 
celebración de los denominados ―contratos electrónicos‖ en nuestro país, se 
dará mediante la implementación de mecanismos digitales que logren 
certificar la identidad o participación de las partes contratantes, los cuales 
permitirán no solo modernizar el servicio notarial sino darle mayor confianza 
a la ciudadanía en la celebración de contratos de esta naturaleza. 
 
2.- La función pública notarial, como una actividad de suma importancia en 
la vida social, se concibe como el ejercicio que se concentra básicamente 
en las atribuciones de dar fe de los instrumentos que ante el Notario se 
celebran, comprobar hechos, y tramitar los asuntos no contenciosos 
determinados por la ley, lo cual es el resultado de un largo proceso de 
adecuación de sus funciones notariales hasta llegar al punto tal como hoy la 
conocemos, reconocida no solo por la ley nacional, sino por la doctrina y la 
máxima instancia constitucional de la República. 
 
3.- La importancia de las nuevas transacciones electrónicas o telemáticas 
con carácter civil o mercantil vienen a dinamizar las relaciones que se 
presentan en la sociedad, motivadas principalmente por el surgimiento de 
las nuevas tecnologías, como Internet,  y la progresiva desaparición de las 
barreras geográficas con la globalización. 
 
4.- La regulación que tiene nuestra legislación en torno a la seguridad 
jurídica en la celebración de los llamados ―contrato electrónicos‖ es todavía 
incipiente; no obstante la recepción de la manifestación de la voluntad por 
medios electrónicos y la regulación de la firma digital es un primer avance 
en lograr un adecuado marco normativo con la finalidad de otorgar una 
seguridad jurídica plena a las partes contratantes de este tipo de 
contratación electrónica. 
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5.- Entre los principales programas o medidas de seguridad más 
conveniente que pueden implementarse con el fin de brindar una mayor 
confianza en la celebración de los contratos electrónicos podemos citar: la 
Firma electrónica, la Entidad certificadora, el Certificado digital expedido por 
al CNL, Cámaras y filmaciones, entre otros. 
 
6.- A nivel del análisis de la legislación comparada, podemos concluir que 
existen paises como España, que manifiesta un exitoso modelo de 
protección legal e implementación de la contratación electrónica con 
intermediación notarial; y paises como Argentina, cuya legislación intenta 
ponerse a tono con los adelanto tecnológicos, pero cuya implementación es 
todavía es una cuestión pendiente.  
 
7.- Las entrevistas realizadas en esta investigación arrojan resultados 
auspiciosos en cuanto al desarrollo e implementación de mecanismos 
digitales que certifiquen la identidad o participación de las partes 
contratantes en la celebración de los llamados contratos electrónicos, con el 
fin de brindar una mayor seguridad jurídica; asi lo manifiesta el 80% de 
nuestra muestra. 
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PROPUESTA LEGISLATIVA 
 
La propuesta legislativa se puede dar en el sentido de reemplazar una ley o 
proponer sus modificaciones o adiciones. Nuestra propuesta va por este 
segundo camino, para efectos de que opere a nivel del Decreto Legislativo Nº 
1049, Ley del Notariado Nacional, que es el cuerpo específico del profesional 
Notario. 
 
Así, se propone adicionar las siguientes disposiciones: 
 
ADICIÓNESE EL SIGUIENTE ARTÍCULO AL CAP. III- DE LOS DEBERES 
DEL NOTARIO: 
 
Creación de un Sistema Notarial- Registral a nivel Nacional.- 
 
Los Notarios en general dispondrán obligatoriamente de sistemas telemáticos 
para la emisión, transmisión, comunicación y recepción de información. Para 
estos efectos, el Colegio de Notarios dispondrá de redes privadas electrónicas 
que deberán garantizar una interconexión segura por procedimientos 
exclusivos, las cuales estarán interconectadas con el Sistema Registral. 
 
Todos los Notarios están obligados a integrarse en su respectiva red telemática 
desde su incorporación a la orden. Tales redes deberán permitir que las 
oficinas públicas notariales se conecten entre sí, así como con sus pares 
registrales y de otras dependencias públicas. 
 
El Colegio de Notarios determinará, mediante las Instrucciones oportunas, las 
características que hayan de reunir los indicados sistemas, con tecnologías 
periódicamente actualizadas, de forma que se impida la manipulación del 
núcleo central de sus respectivos sistemas de almacenamiento de la 
información.  
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ADICIÓNESE EL SIGUIENTE TEXTO AL ART. 6, INCISO i- OBLIGACIONES 
DEL NOTARIO: 
 
La infraestructura tecnológica con que cuente el Notario deberá ser validada y 
acreditada cada 5 años, por las normas internacionales, con el objeto de 
asegurar una mayor seguridad jurídica en el ejercicio de sus funciones. 
 
FUNDAMENTO: 
 
A lo largo de la historia, la figura del Notario ha sabido sortear con eficacia los 
diversos obstáculos que se presentan, incluso de aquellas voces liberales que 
reclaman su extinción (Bullard, dixit), al considerarlos barreras para el 
desarrollo de la libre competencia.  
 
Actualmente el reto de la tecnología en el servicio notarial y la seguridad 
jurídica es fundamental, pues implica un conjunto de elementos organizativos 
mínimos a ser desarrollados y aplicados por las personas naturales o jurídicas 
que hacen uso de la contratación electrónica. Todo ello, mediante un 
seguimiento de la protección de datos e información y del proceso de 
manipulación de éstos (desde que son ingresados al sistema y transferidos a 
las redes para hacer una oferta, una aceptación, o simplemente durante la 
negociación), basados en la observación acuciosa, el análisis de la seguridad 
en general y de la requerida para el caso concreto. 
 
La labor de estos profesionales es uno de los soportes del desarrollo 
económico que viene afianzándose en el país. Ello, sumado a las nociones de 
seguridad jurídica, en el sentido de ser un valor superior contenido en el 
espíritu garantista de la Carta Fundamental, que se proyecta hacia todo el 
ordenamiento jurídico y busca asegurar al individuo una expectativa 
razonablemente fundada respecto de cuál será la actuación de los poderes 
públicos, se puede apreciar la magnitud de la participación del Notario en las 
transacciones que se realizan en cualquier sociedad. 
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Bajo este supuesto, somos de la opinión de que a pesar de la irrupción 
inevitable de la tecnología en las comunicaciones, estas no deben enervar el 
noble oficio del notario, sino que deben potenciarla.  
 
Nuestra propuesta, por tanto, tiene que ver, de un lado, con la implementación 
de un sistema al estilo español (RENO), con lo cual el circuito de 
comunicaciones informáticas es cerrado y por tanto contiene todas las 
comunicaciones oficiales que entre notarios se efectúan mediante firma 
electrónica reconocida.  
 
De esta suerte, consideramos que la utilización de la firma electrónica por parte 
de los notarios y registradores produciría un verdadero avance en la prestación 
de servicios profesionales y una efectiva intervención del Notariado en gestión 
electrónica de la información. 
 
Finalmente, en este mismo nivel de razonamiento, consideramos que la 
tecnología con que cuenta la oficina notarial deberá ser validada y acredidatada 
cada cinco años, con el objeto de darle una mayor seguridad jurídica a las 
partes contratantes. 
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TEMA DE INVESTIGACIÓN:  
“LA FUNCIÓN PÚBLICA NOTARIAL Y LA SEGURIDAD JURÍDICA 
RESPECTO DE LA CONTRATACIÓN ELECTRÓNICA EN EL PERÚ” 
 
El presente trabajo de investigación está orientado a determinar de qué manera 
la función pública notarial puede garantizar con mayor eficacia la seguridad 
jurídica en la celebración de los llamados “contratos electrónicos” en nuestro 
país. Sírvase usted responder las siguientes interrogantes. 
  
1.- ¿Cómo califica, en términos generales, la eficacia que hasta ahora 
tiene la seguridad jurídica a nivel de las diversas transacciones que se 
realizan en sede notarial en nuestro país? 
Positiva 
Negativa  
¿Por qué? 
_______________________________________________________________
_______________________________________________________________
_______________________________________________________________
_______________________________________________________________ 
 
2.- Considera usted que la celebración de los llamados “contratos 
electrónicos” que se realizan con intervención de los Notarios merecerían 
una regulación especial con el fin de garantizar una efectiva seguridad 
jurídica? 
Sí 
No  
¿Por qué? 
_______________________________________________________________
_______________________________________________________________
_______________________________________________________________
_______________________________________________________________ 
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3.- ¿Con qué tipo de sistemas o mecanismos digitales que certifiquen la 
identidad o participación de las partes contratantes cuenta su oficina 
notarial para las diversas transacciones jurídicas que se demandan? 
Explique. 
_______________________________________________________________
_______________________________________________________________
_______________________________________________________________
_______________________________________________________________ 
 
4.- ¿Cree usted que es necesario la implementación de mecanismos 
digitales que certifiquen la identidad o participación de las partes 
contratantes de un contrato electrónico, con el fin de brindar efectiva 
seguridad jurídica?  
Sí 
No  
¿Por qué?, o ¿mecanismos de qué tipo? 
_______________________________________________________________
_______________________________________________________________
_______________________________________________________________
_______________________________________________________________ 
 
5.- Finalmente, que otras recomendaciones deberían implementarse con 
el fin de otorgar una efectiva seguridad jurídica a las partes, en función al 
avance de los medios electrónicos de contratación? 
_______________________________________________________________
_______________________________________________________________
_______________________________________________________________
_______________________________________________________________ 
 
Nombre: …………………………… 
 
Firma: ……………………………… 
 
 
Muchas gracias. 
