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Resumen.	Este	artigo	mostra	a	evolução	dos	temas	de	proteção	de	dados	e	neutralidade	da	rede	a	partir	das	reuniões	do	
Fórum	de	Governança	da	Internet	(IGF),	tanto	no	entendimento	de	conceitos	quanto	nas	práticas	exercidas,	evidenciando	




transmitido	 ao	usuário	 seja	 o	mesmo	para	 todos	que	 acessam	 seus	 serviços,	 sem	qualquer	 tipo	de	discriminação.	As	
análises	de	discurso	começam	pelo	ano	de	2013	quando	se	deu	o	caso	Snowden,	e	o	tema	da	privacidade	se	torna	então	
prioritário	nas	discussões	relativas	à	Internet,	passando	por	um	momento	de	protagonismo	da	neutralidade	da	rede	em	
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nir todos os atores interessados em uma arena global 
para debates e trocas de conhecimentos sobre os mais 




cas com o passar dos anos.
Este	artigo	busca	demonstrar	a	evolução	de	como	se	
tratam	alguns	temas	a	partir	das	reuniões	do	IGF,	eviden-
ciando,	 portanto,	 a	 utilidade	 das	 discussões	 propostas.	
Para	tanto,	foram	selecionados	os	temas	de	proteção	de	
dados e neutralidade da rede, dois dos principais temas 
discutidos	durante	a	década	de	2010	e	que	envolvem	de	








rating,	 onde	 existe	 uma	 preponderância	 comercial	 ao	
priorizar	pacotes	de	dados	em	que	o	acesso	à	determina-
das plataformas é gratuito ao consumidor. É importante 
ressaltar	 também	 que	 embora	 falamos	 de	 governança	




sua primazia em debater políticas públicas para a cama-
da	socioeconômica,	ou	seja,	os	problemas	de	proteção	
de dados e neutralidade da rede aparecem constante-














dos para campanhas políticas.
Conclui-se	 que	 embora	 o	 IGF	 não	 tome	 decisões	













2. Métodos de análise
Faz-se,	 então,	 uma	 análise	 dos	 discursos	 produzidos	






dados e a neutralidade da rede, onde há ao menos um 
representante de uma das duas empresas compondo o 
painel. Além desses workshops,	aqui	também	chamados	
de	painéis,	inserimos	análises	de	outras	sessões	como	as	
Coalizões	Dinâmicas,	 ainda	que	não	houvesse	 alguma	






workshops. A lista de participantes de cada ano também 
se	encontra	disponível,	o	que	nos	mostra	quantos	repre-
sentantes	 cada	 empresa	 levou	 ao	 Fórum.	O	 Facebook	
teve	maior	 participação	 no	 IGF	 de	 2015	 e	menor	 nas	
edições	de	2013	e	2018.	Já	o	Google	mantém	um	núme-
ro de representantes mais consistente ao longo dos anos, 
tendo	sua	menor	participação	em	2018	com	10	represen-
tantes presentes.






bilidade de algumas falas de representantes das empre-
sas	não	terem	sido	contabilizadas,	já	que	em	alguns	do-
cumentos	o	nome	da	pessoa	que	fala	não	está	explícito.
3. Proteção de dados






























Em	 uma	 sessão	 chamada	 “Direitos	 Humanos,	 Li-
berdade	de	Expressão	e	Livre	Fluxo	de	Informação	na	
Internet”, o representante do Google Ross Lajeunesse 
afirmou	 que	 a	 empresa	 estava	 ciente	 de	 como	 o	 caso	





De fato, a empresa publica esse relatório desde 2010, 
ou	 seja,	 antes	das	 revelações	de	Snowden.	Lajeunesse	
confirma,	 também,	 que	 houve	 negociação	 da	 empresa	
com	o	governo	norteamericano	para	a	divulgação	desses	
números:




allowed	 to	 talk	 about	 that.	We	were,	 nevertheless,	
doing that behind the scenes because we thought it 
was	important	(United	Nations,	2014,	p.	387).
Seguindo	sua	fala,	o	Google	demonstrou	satisfação	
ao	 afirmar	 que	 outras	 empresas	 seguiram	 essa	 prática	
de	publicar	relatórios	de	transparência	e	revela	que	“we	
sued	the	U.S.	Government,	along	with	some	other	com-
panies,	 to	 try	 and	 force	 them	 to	 allow	us	 to	 even	 talk	
about	this	in	the	way	that	we	want	to”	(United	Nations,	
2014,	p.	387).






















somewhat faster than the regulatory processes, is not 
what	 you	 would	 call	 truly	 fast.	 Rule	 making	 lasts	
a number of years. They get tied up in litigation. It 
could	be	four	or	five	or	six	years	before	a	rule	is	final-
ly settled. What we see in standards setting context 
is	a	world	that	evolves	much	more	quickly	and	more	









So that's an issue that's playing out in Indonesia but 
also	globally.	I	know	one	of	the	suggestions	that	the	
Indonesian	government	is	considering	is	around	hav-
ing data localized within Indonesia precisely for the 
economic	 reasons	 that	you	 stipulated.	 I	 think	 there	
are	a	number	of	challenges	for	that.	Firstly,	compa-
nies	 like	 Facebook,	 Google,	 others,	 don't	 segment	
data	 on	 a	 national	 basis.	 So	 we	 don't	 have	 a	 data	




because the technology is not yet there to where 












user the opportunity to be able to choose to either 
encrypt their mail or not encrypt it. Post-Snowden 
revelations	we	 took	 that	away	and	made	sure	once	
you're sending an email it's encrypted. On the one 
hand	is	the	fact	that	end	users,	consumers,	whatever	
you want to call them, are not necessarily as aware as 
they should be about the extent to which the informa-
tion	can	be	accessed.	So	a	lot	of	work	we	have	done	
and	we	have	ramped	up	is	making	sure	that	our	end	
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users	are	a	lot	more	aware.	The	point	around	making	
the	privacy	––	the	terms	and	conditions,	the	terms	of	
service	 a	 lot	more	 clear	 and	 simplistic	 such	 that	 is	
a regular end user can understand it, it's also some-




para o uso do mobile,	algo	que	vem	em	crescimento	es-
pecialmente	em	países	em	desenvolvimento:
[…]	their	core	concern	is	about	being	able	to	use	it	
for economic reasons. Top of their list is not neces-
sarily	privacy,	instinctively,	so	how	can	we	best	put	
that in place? And that role cannot always be played 
by	 industry	 but	 sometimes	 by	 Civil	 Society.	 So	 I	
think	we	 need	 be	 able	 to	 find	 that	 balance	 as	well	
to	address	that	(Internet	Governance	Forum,	2014d).
Na	visão	do	Google,	a	transparência	é	uma	ferra-
menta	 para	 auxiliar	 uma	melhor	 regulação	 da	 Inter-
net,	criando	uma	ponte	entre	o	governo	e	a	sociedade,	
para	 que	 esta	 veja	 como	 as	 leis	 se	 aplicam	 e	 como	
afetam	 os	 provedores	 (Internet	 Governance	 Forum,	
2014c). É raro encontrar um painel proposto por essas 
plataformas	ou	por	qualquer	empresa,	com	os	propo-




to pelo Google e contando com um representante do 





a	 necessidade	 de	 governos	 não	 buscarem	 uma	 loca-
lização	de	dados	 (reter	os	dados	de	suas	populações	
em seus territórios), mas sim se concentrarem em me-
canismos transnacionais de processos multijurisdicio-
nais.	O	 setor	 privado	 também	 enfatizou	 a	 tendência	





Plataformas, onde a principal ideia é chegar a um con-
ceito	 do	 que	 seria	 ‘responsabilidade	 das	 plataformas’,	
para	além	das	obrigações	legais	e	com	maior	atenção	ao	
papel social desses atores:
[…]	we	coined	this	concept	of	platform	responsibil-
ity, trying to focus on something more than the legal 
requirements	 that	 the	 legal	 system	has	with	 regard	
to	online	platforms	and	 their	behavior.	We	want	 to	
focus on the social role that this platform has, and in 
particular	 the	expectation	 that	people	have	 that	 the	
platforms are adopting procedures that comply with 
human	rights	(Internet	Governance	Forum,	2014b).
A	 sessão	 esclareceu	 a	 importância	 dos	 termos	 de	






ing about Internet companies that would be based 
in	 the	 U.S.	 and	 they	 do	 a	 wholesale	 exportation	
around the world of the policy that they apply in 
their own jurisdiction. It is particularly important to 
ensure	that	those	terms	of	service	contain	the	min-
imum	safeguards	that	allow	us	to	have	continuous	
responsibility to protect and respect human rights 





de	 autenticação	 de	 dois	 fatores	 lançada	 pela	 empresa.	
Ao	 responder	 uma	 questão	 sobre	 se	 a	 regulação	 anti-
-truste	seria	uma	saída	em	favor	da	proteção	de	dados,	
Vint Cerf, um dos criadores do protocolo TCP/IP e re-
presentante do Google, tirou o protagonismo e a respon-
sabilidade das grandes empresas:
[…]	the	problems	that	you	are	concerned	about	are	
not	purely	 a	 consequence	of	big	 companies.	These	
problems occur through –– across the in tear tire 
spectrum of entities that are on the Internet. So the 
concern is not just about big companies, but it is 
about	everyone	who	might	have	access	to	or	might	
generate	 information	 that	 needs	 to	 be	 kept	 private	
(Internet	Governance	Forum,	2015c).
Já	 em	2016,	o	Google	 também	esteve	presente	 em	
um painel sobre cidades inteligentes e big data, um dos 
ramos	 de	 investimento	 da	 Alphabet	 (A	Alphabet	 é	 a	
holding	criada	pelo	Google	em	2015,	que	absorveu	di-














mais problemas para a sociedade:
Ideally, we do not need to regulate. Ideally, we would 
instill	these	values	into	the	people	that	produce	it	and	
we need to understand it's between architecture, law, 
the	market	and	public	opinion.	So	if	public	opinion	
and	architecture	already	has	strong	values	we	do	not	
need to come in with laws and regulations so maybe 
it's good that laws and regulations are a bit slower. If 
that	really	doesn't	work,	then	we	can	come	up	with	
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laws	 and	 regulations	 (Internet	 Governance	 Forum,	
2016).
No	IGF	de	2017,	uma	professora	universitária	cha-
mou	 a	 atenção	 para	 a	 importância	 que	 as	 plataformas	
como	o	Facebook	estão	ganhando,	concentrando	a	maior	







le	 have	 become	 identity-providers.	And,	 for	 exam-
ple,	you	need	to	have	one	account,	you	know,	with	
these companies in order to access many other ser-
vices	like,	for	example,	public	wi-fi	networks	(Inter-
net	Governance	Forum,	2017b).
Sua	 fala	 continua	 por	 questionar	 o	modelo	multis-
takeholder	e	afirma	que,	diante	desse	cenário,	as	plata-
formas	estão	ocupando	um	papel	dominante	no	mercado	






that people that might not be here with us might be 
actually the ones who actually –– actually, in the end, 





tre	 2015	 e	 2017,	 traz	 também	 recomendações	 para	 as	
plataformas	acerca	de	seus	 termos	de	serviço.	Embora	
na	página	dessa	Coalizão	no	site	do	IGF	(DCPR,	2020)	





o	próprio	 relatório	 coloca	que,	 como	as	 leis	 nacionais	
nem	 sempre	 implementam	 adequadamente	 os	Direitos	
Humanos acordados internacionalmente, é necessário 
definir	padrões	mínimos	e	desenvolver	melhores	práti-
cas	 voluntárias	 em	 nível	 internacional,	 garantindo	 as-
sim	a	proteção	dos	Direitos	Humanos	pelas	corporações	
transnacionais.
O	 documento	 apresenta	 então	 práticas	 e	 recomen-
dações	 às	 plataformas,	 especialmente	 acerca	 da	 prote-
ção	de	dados	pessoais	de	seus	usuários,	que	respeitem	
os	Direitos	Humanos,	 dentre	 as	 quais	 destacam-se:	 as	
empresas	 deveriam	 fazer	 um	 comprometimento	 com	
o respeito aos Direitos Humanos; adotar um processo 
de	devida	diligência	para	identificar,	prevenir,	mitigar	e	







consentimento do usuário antes de rastreá-lo, tanto den-
tro	quanto	fora	da	plataforma	(por	exemplo,	por	plugins 
e sites de terceiros). Mesmo tendo o consentimento do 
usuário,	a	plataforma	deve	sempre	fornecer	uma	ferra-




Direitos Humanos internacionalmente reconhecidos. 
Assim,	o	relatório	recomenda	que	as	plataformas	deem	
total	acesso	do	usuário	aos	seus	dados,	não	só	possuídos	
pela plataforma como também os dados possuídos por 
terceiros,	assim	como	a	justificativa	de	uso	dos	mesmos	
(Belli	&	Zingales,	2017).
A	 participação	 do	 Google	 e	 do	 Facebook	 no	 IGF	
2018	 continuou	 em	 promover	 as	 ações	 tomadas	 pelas	
empresas	 com	 relação	 a	 proteção	 de	 dados,	mas	 tam-
bém	falando	sobre	abordagens	que	estão	sendo	tomadas	
frente	a	novas	ferramentas	como	Inteligência	Artificial	
(IA). Representantes do Google destacaram em mais de 




consentimento,	 incentivar	 arquiteturas	 com	 salvaguar-
das	de	privacidade	e	 fornecer	 transparência	 e	 controle	






para	 proteção	 do	 ambiente	 virtual	 contra	 ciberataques	
que	 reúne	diversas	 empresas,	 no	 intuito	de	 empoderar	
usuários	 para	 aumento	 de	 proteção	 contra	 ataques,	 de	
não	auxiliar	governos	a	realizar	ciberataques	contra	em-
presas	 e/ou	 cidadãos	 e	 de	 realizar	 parcerias	 entre	 em-
presas.	O	Google	não	é	 signatário	desse	 acordo	 (Tech	
Accord,	2018).
Um	 representante	 do	 Facebook	 enfatizou	 a	 impor-
tância	de	ações	sendo	tomadas	no	âmbito	multistakehol-
der,	inclusive	acerca	do	papel	do	setor	privado:
We had an emphasis on multilateralism being impor-
tant	within	 the	G7	 as	well	 as	 beyond.	We	 had	 the	
importance	of	the	private	sector	taking	responsibility	
for its role and the collaboration that is needed with 
other	stakeholders.	We	had	the	emphasis	on	the	life	
cycle	of	a	product.	We	talk	about	security	by	design,	
and	 that	 is	 certainly	 something	 that	 I	 think	 is	 and	





















4. Neutralidade da rede
O	 IGF	 2013	 inaugurou	 a	 Coalizão	 Dinâmica	 sobre	
Neutralidade	da	Rede,	onde	o	painel	foi	composto	por	
vários	acadêmicos	e	alguns	reguladores	e	especialistas	













Um	 ponto	 que	 foi	 consensual	 na	 sessão	 foi	 sobre	
“neutralidade	 da	 rede”	 ter	 significados	 diferentes	 para	
pessoas	e	governos	diversos.	Outro	ponto	em	que	muitos	
ali	concordaram	trata	da	gestão	de	tráfego	ser	necessá-
































to be treated exactly the same way. It's understood 
that	 there	 are	 some	 services	 that	 need	 low	 latency.	










ity meant that you couldn't charge for more usage. 
That's also not my position, anyway. If you use more 












bre o tema (Bénétreau, 2014).
Foi	exposta	também	a	controvérsia	da	inovação:	se	
por	um	lado	os	ISPs	argumentam	que	precisam	de	maior	







neutralidade da rede e a Internet das Coisas:
[…]	 Internet	 of	Things	 is	 coming.	And	 they're	 not	
people. They are machines. And so they don't need 
the World Wide Web and they don't need to put up 
videos	of	cats	or	anything	else.	All	they	need	to	do	
is communicate with each other. And as long as we 
keep	 the	 Internet	 architecture	 as	 open	 as	 possible,	
then	new	kinds	 of	 protocols	 can	be	 invented	 to	 sit	
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cebook	está	diretamente	relacionado	através	do	seu	pro-
jeto	 Free	Basics,	 onde	 algumas	 aplicações	 da	 Internet	
são	oferecidas	gratuitamente,	o	que	levanta	uma	série	de	
controvérsias	sobre	o	possível	ferimento	à	neutralidade	
da rede, por se tratar de zero-rating.	Na	sessão	“Melho-
res	Práticas	do	 IGF	e	 como	elas	 ajudam	a	Conectar	o	
Próximo	Bilhão”,	Kevin	Martin	do	Facebook	explicou	






Martin	 prosseguiu	 explanando	 que	 o	 projeto	 Free	
Basics	 é	voltado	para	pessoas	do	 terceiro	grupo,	onde	
os	 serviços	 fornecidos	pelo	 aplicativo	 são	 referentes	 à	
notícias,	 educação,	 empregos,	 saúde	 e	 conteúdo	 local.	
O	representante	também	esclareceu	que	os	ISPs	não	são	






I just want to point out that when we want to get 
to	better	policies	about	Internet	access,	I	do	believe	
also	 that	 Facebook	 has,	 this	 year	 in	 particular,	 has	




tion between the client and the end website is fully 
encrypted, which enhances security and of course 
privacy.	And	 the	 program	 is	 open	 to	 any	 operator.	
And	 it's	 not	 exclusive	 for	 a	 nonoperator	 (Internet	
Governance	Forum,	2015b).






legiar determinados produtos em detrimento de outros. 
Os	 provedores	 de	 acesso	 não	 devem	 impor	 barreiras	
entre	 as	 pessoas	 e	 o	 conteúdo	 e	 serviços	 que	 desejam	
acessar.	Ao	introduzir	nova	legislação	relevante	para	a	












dos resultados apresentados foi sobre a falta de conhe-
cimento	por	parte	da	população	sobre	o	que	é	neutrali-
dade	da	 rede.	Uma	 investigação	 feita	no	Reino	Unido	
mostrou	que	os	consumidores,	de	maneira	geral,	não	se	
importavam	com	a	neutralidade	pois	não	sabiam	do	que	
se	 tratava.	Uma	vez	que	 lhes	era	explicado,	muitos	 se	






exemplificou	 Vint	 Cerf	 (Google)	 ao	 comentar	 sobre	




















A	 definição	 alcançada	 sobre	 neutralidade	 da	 rede	
foi	 a	 seguinte:	 “We	 will	 define	 Net	 Neutrality	 as	 the	
principle	according	to	Internet	traffic	is	treated	without	
unreasonable discrimination, restriction or interference 
regardless	 of	 send	 or	 receiving	 and	 content”	 (Internet	
Governance	Forum,	2015a).	Para	tanto,	foi	estabelecido	








itoring of practices is essential and dependent testing 
is essential and we further add a point, last point, that 
all	individual	as	well	as	have	the	possibility	of	con-
tribution to the detection, reporting and correction of 
violations	(Internet	Governance	Forum,	2015a).
Sobre o zero-rating, foi trazido um ponto interessan-
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ro-rating. Porém, os estudos em sua maioria debatem 






Já	 em	 2017,	 essa	 mesma	 Coalizão	 apresentou	 seu	
principal	 ‘resultado’,	 aqui	 chamado	 outcome, do ano: 




configuração	 de	 neutralidade	 bastante	 flexível,	 onde	 o	
uso de zero-rating é analisado caso a caso:
So,	basically	it	means	that	every	offer	from	a	Euro-
pean operator has to be analyzed by the competent 
authorities. So, sometimes we will say this offer is 
an	 infringement	 to	 Net	 Neutrality.	 Sometimes	 we	
will	say,	 this	offer	 is	okay.	And,	 this	 judgment	will	






diversos:	 “The	 development	 of	 the	 data	market,	 espe-
cially	mobile	is	very	different.	So,	different	context	can	
lead	 to	 different	 situation”.	Além	 disso,	 foi	 divulgado	





dicam a neutralidade da rede muito mais difundida em 
países	que	não	possuem	regulação	específica	a	esse	res-
peito.	E	dentro	dos	casos	de	zero-rating, a grande maio-





O tema da neutralidade da rede foi pouco discutido 
no	 IGF	 2018	 em	 comparação	 aos	 anos	 anteriores.	No	
entanto,	novos	debates	 surgiram	a	exemplo	da	flexibi-









As	 análises	 destacam,	 frente	 a	 predominância	 que	 se	
tinha no início do recorte temporal das grandes pla-
taformas,	 uma	 liderança	 governamental	 europeia	 no	
novo	modelo	que	se	instala	para	a	governança	da	Inter-
net.	Hoje	observa-se	 a	 globalização	 e	 a	 influências	 de	
normas	europeias	como	a	GDPR	e	a	flexibilidade	para	
com a neutralidade da rede. Como foi exposto, o caráter 
multistakeholder	 se	aplica	de	modo	bem	sucedido	nos	




contornos	mais	 regulatórios	 através	 de	 ações	 privadas	
(autorregulação)	e/ou	estatais	(imposição	de	leis	e	me-
didas	coercitivas).
A	mudança	 de	 discurso	 do	 próprio	 CEO	 do	 Face-
book,	Mark	Zuckerberg,	 evidencia	 essa	 transformação	
na	governança:	no	dia	13	de	março	de	2014,	ainda	du-
rante	os	desdobramentos	do	caso	Snowden,	Zuckerberg	
postou em sua rede social:
The	 internet	works	 because	most	 people	 and	 com-
panies	do	the	same.	We	work	together	to	create	this	
secure	 environment	 and	 make	 our	 shared	 space	
even	better	 for	 the	world.	This	 is	why	I've	been	so	
confused and frustrated by the repeated reports of 
the	behavior	of	 the	US	government.	When	our	 en-
gineers	work	 tirelessly	 to	 improve	security,	we	im-
agine we're protecting you against criminals, not our 
own	government.	The	US	government	should	be	the	
champion for the internet, not a threat. They need to 
be much more transparent about what they're doing, 
or	otherwise	people	will	believe	the	worst.	 […]	So	
it's up to us –– all of us –– to build the internet we 
want. Together, we can build a space that is greater 
and a more important part of the world than anything 
we	have	today,	but	is	also	safe	and	secure.	I'm	com-






and regulators. By updating the rules for the Internet, 
we	can	preserve	what’s	best	about	it	–	the	freedom	
for	 people	 to	 express	 themselves	 and	 for	 entrepre-
neurs to build new things – while also protecting 
society	 from	broader	 harms.	 […]	 effective	 privacy	
and data protection needs a globally harmonized 
framework.	People	around	the	world	have	called	for	
comprehensive	 privacy	 regulation	 in	 line	 with	 the	
European	Union’s	General	Data	Protection	Regula-
tion,	and	I	agree.	I	believe	it	would	be	good	for	the	








argumentou	 em	 favor	 do	multilateralismo	 na	 apresen-
tação	do	relatório	de	cooperação	digital	da	organização	




the	 exception	 than	 the	 rule	 in	 Internet	 policymaking.	
Which	government	likes	to	share	its	power?”
Isso	 não	 significa	 necessariamente	 que	 o	 modelo	
multistakeholder	está	enfraquecido,	mas	sim	apenas	se	
adaptando	constantemente	às	transformações	do	próprio	
sistema	 internacional,	 junto	 aos	 problemas	 e	 desafios	
trazidos	 pelas	 inovações	 tecnológicas.	 O	 aumento	 de	
propostas	 de	workshops	 no	 IGF	 e	 a	 constante	 presen-
ça	em	maior	número	da	sociedade	civil	comprovam	que	








do	 caso	 Snowden,	 através	 de	 uma	 plataforma	 digital	
onde	 inúmeras	 contribuições	 da	 sociedade	 civil	 foram	










O	 temor	de	uma	 fragmentação	 total	da	 Internet	 foi	
uma	das	bases	do	 IGF	2019,	 sediado	em	Berlim,	cujo	
tema	 foi	 “Um	mundo,	 uma	 Internet,	 uma	 visão”.	 Se-
guindo	o	modelo	iniciado	em	2018	na	França,	a	edição	
de 2019 também contou com discursos do Secretário-
-Geral	da	ONU,	António	Guterres,	e	da	chanceler	alemã	
Angela	Merkel.	A	chefe	de	governo	enfatizou	o	multi-











dade como um todo determinarem, por si mesmos, como 
será	o	desenvolvimento	da	Internet,	ou	seja,	ela	relacio-
na	soberania	com	autonomia	(Merkel,	2019).
Portanto,	 entende-se	 a	 estratégia	 posta	 pela	 União	
Europeia	 a	 partir	 de	 2018	 como	 uma	 nova	 abordagem	
multistakeholder,	 para	 se	 diferenciar	 da	 abordagem	 es-
tadunidense	 na	 qual	 predomina	 o	 favorecimento	 à	 sua	
grande indústria (neste artigo representada por Google e 
Facebook).	Os	governos	europeus	ainda	querem	manter	a	
Internet próxima de seus princípios originais, porém re-
gulando-a	para	que	eles	sejam	mantidos,	não	sendo	assim	
“sequestrados”	 por	 outros	 atores	 (como	 as	 plataformas	
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