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Проведений аналіз податкового потенціалу регіонів України за 
допомогою визначення індексу податкового потенціалу територій за 
2012-2014 роки дозволив встановити, що Харківська область входить 
до групи регіонів з високим рівнем податкового потенціалу, однак, 
зважаючи на те, що значення індексу дещо зменшується до 2014р., 
необхідно вживати заходи щодо підвищення рівня податкового потен-
ціалу Харківської області. 
Основними напрямками нарощування податкового потенціалу 
регіону є: підвищення результативності механізмів щодо стимулюван-
ня росту ефективності господарювання, які сприяють розширенню 
податкової бази, що використовуються в регіоні; створення умов для 
розвитку та зміцнення малого бізнесу; підвищення податкової культу-
ри серед жителів регіону, тобто виховання законослухняних платників 
податків, формування позитивного відношення громадськості до спла-
ти податків як до конституційного обов’язку кожного громадянина; 
покращення процесів збору податків, в тому числі за рахунок поліп-
шення роботи фіскальних органів. 
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Процеси всеохоплюючої інформатизації розвитку країни обумов-
люють активний вплив інформаційної безпеки на економічну, соціаль-
ну, політичну та інші складові її національної безпеки. Такий нерозри-
вний зв’язок інформаційної та національної безпеки пояснюється так: 
«захищеність інформації та її повнота впливають на стабільність у су-
спільстві, забезпечення прав і свобод громадян, правопорядок і, навіть, 
на збереження цілісності держави».   
У наукових працях вітчизняних та зарубіжних вчених-еконо-
містів представлено численні дослідження інформаційної безпеки. Од-
нак питання побудови ефективної політики забезпечення інформацій-
ної безпеки залишаються все ще маловивченими. 
На мікрорівні обсяг, достовірність, цілісність, якість обробки ін-
формації визначає ефективність дій менеджменту підприємства, а, от-
же, актуалізує використання інформаційних технологій в управлінні 
грошово-кредитними, фінансовими, соціально-економічними процеса-
ми даного підприємства. 
Інформаційна безпека – це: 
- стан захищеності інформаційного простору; 
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- стан захищеності національних інтересів України в інформацій-
ному середовищі; 
- захищеність встановлених законом правил, за якими відбува-
ються інформаційні процеси в державі; 
- суспільні відносини, пов’язані із захистом життєво важливих ін-
тересів людини і громадянина, суспільства і держави від реальних та 
потенційних загроз в інформаційному просторі. 
Виходячи з численних досліджень можна виділити наступні види 
загроз інформаційній безпеці: 
- загрози впливу неякісної інформації (недостовірної, фальшивої, 
дезінформації) на особистість, суспільство, державу; 
- загрози несанкціонованого і неправомірного впливу сторонніх 
осіб на інформацію і інформаційні ресурси (на виробництво інформа-
ції, інформаційні ресурси, на системи їхнього формування і викорис-
тання); 
- збої в роботі обладнання (може виникнути при блокуванні до-
ступу до одного або декількох ресурсів інформаційної системи); 
- загрози інформаційним правам і свободам особистості (праву на 
виробництво, розповсюдження, пошук, одержання, передавання і ви-
користання інформації; праву на інтелектуальну власність на інформа-
цію і речову власність на документовану інформацію; праву на особи-
сту таємницю; праву на захист честі і достоїнства і т. ін.). 
Зміст, порядок реалізації забезпечення інформаційної безпеки, ін-
струменти, завдання та нормативне регулювання цього процесу поля-
гають у наступному: 
1. Інформаційна безпека забезпечується проведенням єдиної дер-
жавної політики національної безпеки в інформаційній сфері. 
2. Інструментом реалізації державної політики інформаційної 
безпеки виступає система забезпечення інформаційної безпеки. Остан-
ня представляє собою організаційне поєднання заходів (інформаційно-
го, адміністративного, управлінського, методологічного характеру), 
спрямованих на забезпечення інформаційної безпеки особистості, сус-
пільства і держави. 
3. Завданнями системи забезпечення інформаційної безпеки є: 
– моніторинг, прогнозування реалізації дестабілізуючих факторів 
і інформаційних загроз життєво важливим інтересам особистості, сус-
пільства та держави; 
– здійснення комплексу оперативних і довготривалих заходів з 
їхнього попередження і усунення; 
– вдосконалення державної політики розвитку інформаційної 
сфери (створення сприятливих умов розвитку національної інформа-
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ційної інфраструктури, впровадження новітніх технологій у цій сфері); 
– забезпечення інформаційно-аналітичного потенціалу країни. 
Отже, Україна має продовжити активні кроки на шляху розбудо-
ви власної системи інформаційної безпеки.  
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Впродовж останніх років різко зросла кількість недружніх захоп-
лень та поглинань, що суттєво вплинуло на умови ведення бізнесу на 
вітчизняному просторі. Така ситуація ускладнює умови для перспек-
тивного розвитку підприємств і створює серйозну проблему для кор-
поративної безпеки цих суб’єктів господарювання. Тому виникає по-
треба ідентифікації та розробки системи захисту від цих процесів в 
Україні.  
Під недружнім поглинанням прийнято розуміти захоплення ком-
панії або її активів, що в свою чергу визначає встановлення над нею 
юридичного та фізичного контролю всупереч волі власника. У процесі 
реалізації будь-яка стратегія недружнього поглинання може багато 
разів коригуватися у відповідності з конкретними обставинами; крім 
того, будь-яка серйозна стратегія повинна передбачати кілька можли-
вих варіантів розвитку подій, залежно від яких компанія-агресор буде 
робити ті чи інші кроки. Але, як показує практика, будь-який план 
експлуатує одну технологію, успішна реалізація якої і є основою для 
поглинання компанії-цілі.  
ТММ - це вертикально інтегрована девелоперсько-будівельна 
компанія повного циклу. Компанія працює на будівельному ринку 
України з 1994 року і є однією з провідних будівельних компаній 
України. Основний вид діяльності компанії - будівництво житлових 
комплексів "під ключ", а також офісних, торгових та промислових об'-
єктів. Проведений аналіз звітності компанії ТММ за 2004-2015 роки  
свідчить про нестабільність її діяльності. До проведення ІРО у 2007 
році компанія показувала позитивні фінансові результати діяльності. У 
підприємства зростали чистий прибуток, операційний прибуток, фі-
нансовий результат до оподаткування, загальна вартість активів і дохід 
від реалізації. Проте, станом на кінець 2007 року, не зважаючи на зрос-
тання загальної вартості активів внаслідок розміщення, дохід від реалі-
зації та чистий прибуток знизились. У наступних двох роках ця тенде-
нція продовжилась і 2008-2009 роки були збитковими для підприємст-
