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I.  Pendahuluan
Keberadaan salah satu teknologi modern paling efektif 
untuk pengamanan di lingkungan rumah, adalah sistem 
keamanan (security system) [1]. Sistem keamanan ini 
untuk pemantauan area paling kritis di rumah, sebagai 
pendeteksi gangguan atau anomali lain yang mungkin 
tidak diperhatikan [1]. Perhatian utama setiap penghuni 
rumah tangga ketika meninggalkan rumah, adalah 
keamanan rumah dan sistem perlindungannya [2], terlebih 
setelah kemunculan Internet of Things (IoT) [3]-[5]. 
Penjelmaan IoT sebagai salah satu teknologi yang paling 
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Abstrak—Telah dipabrikasi sebuah sistem minimum berbasis mikrokontroler ATmega2560 yang difungsikan sebagai 
sistem pengaman pada analogi lemari penyimpanan brankas. Tahapan dalam pembuatan sistem minimum meliputi 
pengintegrasian sistem, pemrograman terhadap sistem mikrokontroler ATmega2560, dan uji validasi berupa 
pengukuran kinerja sistem melalui pemberian kondisi paksa (forced state). Integrasi sistem berupa pemasangan 
perangkat pada dua jalur di port masukan dan dua jalur di port keluaran dari mikrokontroler. Pemrograman 
didasarkan kepada algoritme dan penyusunan sintaks berbasis Arduino IDE melalui 6 (enam) tahapan, yaitu 
konfigurasi pin, deklarasi variabel dan konstanta, inisialisasi, program utama, ambil dan kirim data, dan keluaran. 
Uji validasi dilakukan dalam bentuk pemberian 4 (empat) kondisi paksa, yaitu a) ketika kartu tidak terdeteksi 
modul RFID, b) ketika kartu terdeteksi modul RFID, c) ketika pintu dibuka paksa dan buzzer “on”, sedangkan 
kartu tidak terdeteksi saat di-tag pada antena, dan d) ketika pintu dibuka secara paksa dan buzzer “on”, sedangkan 
kartu terdeteksi saat di-tag pada antena. Pemaksimalan terhadap keamanan pada pintu analogi lemari berupa 
pendeteksian oleh kondisi limit switch saat pintu dibuka paksa dan buzzer berbunyi. Untuk kondisi penetralan 
terhadap kondisi buzzer, dilakukan melalui pen-tag-an kartu RFID melalui antena.  Buzzer tetap berbunyi, jika data 
tersimpan tidak terbaca oleh modul RFID, sedangkan buzzer dapat dinetralkan, jika saat pen-tag-an kartu data 
tersimpan terbaca oleh modul RFID.
Kata kunci: sistem minimum berbasis mikrokontroler ATmega2560, sistem pengaman pada analogi lemari penyimpanan 
brankas, RFID
Abstract— A minimum system based on ATmega2560 microcontroller has been created that functioned as a safety 
system in the analogy of the cupboard for storage of the safes. Making the minimum system is done through a 
number of phases, namely integrating the system, programming against the microcontroller system, and validation 
test in the form of system performance measurement through giving the forced state. System integration is in the 
form of installing a device on two lines in the input port and two lines in the output port of the microcontroller. 
Programming is based on algorithms and the syntax of Arduino IDE-based through 6 (six) stages, namely pins 
configuration, variable and constants declaration, initialization, main program, retrieved and send data, and output. 
The validation test is carried out in the form of 4 (four) conditions, namely a) when the RFID module is not detected, 
b) when the card is detected by the RFID module, c) when the door is opened, and the buzzer is "on", the card is 
not detected when tagged on the antenna, and d) when the door is forcibly opened, and the buzzer is "on", while the 
card is detected when tagged on the antenna. Maximizing the security against the door of analogy the cupboard for 
storage of the safes is detected by the limit switch condition when the door is opened forcefully and the buzzer sounds. 
For neutralizing conditions for buzzer conditions, it is done through tagging an RFID card through the antenna. The 
buzzer still sounds, if the blank data is unreadable by the RFID module, while the buzzer can be neutralized if the 
card was tagged, the data card stored is read by the RFID module.  
Keywords: Minimum system based on ATmega2560 microcontroller, safety system in the analogy of the cupboard for 
storage of the safes, RFID
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menjanjikan untuk masa depan [6], sangat berkaitan 
erat dengan home automation dalam hal pengembangan 
sistem yang murah dan aman untuk penggunaan dalam 
ruangan [6], sehingga diperoleh kemajuan teknologi dan 
ketersediaan sistem dalam dimensi yang kecil, fleksibel, 
dan cerdas [6]. Implementasi sebuah sistem pengamanan 
pengganti atau pelengkap yang bersifat bertingkat 
(redundancy) dengan penempatan di posisi awal atau akhir 
terhadap sebuah lemari tempat penyimpanan brankas 
dapat menjadi suatu keniscayaan [7], melalui keberadaan 
sebuah sistem minimum (minimum system) berbasis 
mikrokontroler [8], [9], maupun komputer personal (PC, 
personal computer) [10].  Mekanisme sistem pengamanan 
terhadap brankas yang bersifat bertingkat dibuat dengan 
tujuan untuk penciptaan sejumlah kebingungan terhadap 
pembobol (picker). Pembobolan terhadap sistem 
penguncian (lock picking) merupakan fenomena yang 
didasarkan kepada kombinasi seni dan ilmu pengetahuan, 
sehingga dibutuhkan siasat dan strategi dengan sejumlah 
pembedahan (dissection) dan uji coba (trial and error) 
[11].
Keberadaan brankas (safes) sangat berkaitan dengan 
barang-barang berharga, seperti emas dan perhiasan 
lainnya, dokumen, maupun uang, sehingga menjadikan 
perhatian tersendiri dalam hal penyimpanannya, karena 
brankas merupakan tempat penyimpanan yang dianggap 
praktis dan sering digunakan [12]. Penyimpanan terhadap 
barang-barang berharga tersebut, diperlukan suatu tempat 
yang aman dan tidak selalu berdampak kepada timbulnya 
kekhawatiran bagi pemilik bankas [11]. Kunci utama 
untuk sistem penguncian melekat (self locking) yang 
terdapat pada brankas saat ini didasarkan kepada sifat 
andal terhadap sistem keamanan manual melalui sistem 
pengamanan mekanis dengan model penguncian yang 
unik dan langka [11]. Sistem keamanan secara mekanis 
masih dengan risiko tinggi untuk tingkat pengamanan, 
karena sejumlah kekurangan seperti mudah diduplikasi 
dan tidak terdapat sistem pengamanan yang melekat 
kepada pemiliknya [11].
Berdasarkan latar belakang tersebut, dibuat sistem 
minimum berbasis mikrokontroler ATmega2560 
berbantuan sensor Radio Frequency Identification (RFID) 
[13]-[15] dan limit switch sebagai sensor, agar dapat 
difungsikan sebagai sistem pengaman. Implementasi 
terhadap sistem pengaman tersebut, ditempatkan pada 
sebuah analogi lemari penyimpanan brankas. Pentahapan 
untuk perolehan sistem pengaman, dilakukan melalui (i) 
pengintegrasian rangkaian atau modul untuk perolehan 
sebuah sistem minimum berbasis mikrokontroler 
AVR ATmega2560 [16], (ii) pemrograman terhadap 
sistem mikrokontroler AVR ATmega2560 [17], dan 
(iii) uji validasi melalui pengukuran kinerja sistem 
minimum berbasis mikrokontroler. Diagram skematis 
sistem pengaman berbentuk sistem minimum berbasis 
mikrokontroler ATmega2560 yang ditempatkan pada 
analogi lemari penyimpanan brankas, seperti ditunjukkan 
pada Gambar 1.
Berpedoman kepada Gambar 1 dibuat uraian 
tujuan penelitian, yaitu: (i) memperoleh integrasi 
sistem berdasarkan keberadaan chip mikrokontroler 
ATmega2560, RFID, limit switch, dan subsistem 
pendukung, (ii) memperoleh hasil pemrograman terhadap 
sistem mikrokontroler ATmega2560 berbasis bahasa 
pemrograman Arduino IDE (Arduino Software) [18]-[22] 
melalui penentuan algoritme dan penyusunan sintaks, dan 
(iii) memperoleh hasil uji validasi berupa pengukuran 
kinerja yang dilakukan dengan pemberian kondisi buatan 
secara paksa.
II. Metode PenelItIan
Diagram alir metode penelitian, seperti ditunjukkan 
pada Gambar 2.
A. Pengintegrasian Perangkat Elektronika Berbasis 
Mikrokontroler ATmega2560
Sejumlah pentahapan diperlukan pada pengintegrasian 
ini. Penentuan dan perakitan perangkat pada port 
masukan berupa sensor RFID dan limit switch [23] 
dan pengoperasian aktuator pada port keluaran yang 
ditekankan sesuai kebutuhan kondisi tempat penyimpanan 
brankas dan penggerak mekanik, yaitu solenoid [24] dan 
buzzer [25]. Pembuatan board mikrokontroler diawali 
dengan pembuatan diagram skematis berbantuan aplikasi 
Easily Application Guide Layout Editor (EAGLE) 
[26],[27], dilanjutkan dengan pencetakan ke lempeng 
PCB, perlarutan, dan pengeboran. Pengawatan terintegrasi 
untuk perolehan perangkat elektronika dilakukan setelah 
ketersediaan perangkat pada jalur masukan dan keluaran 
pada board melalui pengawatan dan penyambungan 
terhadap komponen-komponen elektronika. Pemilihan 
catu daya ditekankan kepada kebutuhan terhadap nilai 
tegangan dan arus sistem.
B. Pemrograman terhadap Sistem Mikrokontroler
Langkah-langkah untuk pemrograman terhadap sistem 
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Gambar 1. Diagram skematis sistem pengaman berbentuk sistem 
minimum berbasis mikrokontroler ATmega2560 yang ditempatkan pada 
analogi lemari penyimpanan brankas
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penulisan sintaks. Pembuatan algoritme dipilih dalam 
bentuk diagram alir, yaitu proses awal sampai akhir 
berupa konfigurasi pin, deklarasi variabel dan konstanta, 
inisialisasi, program utama, ambil dan kirim data, dan 
keluaran. Penyusunan sintaks didasarkan kepada algoritme 
dan berbantuan bahasa Arduino IDE [18]-[22].
C. Uji Validasi berupa Pengukuran Kinerja
Pengukuran kinerja minimum sistem dilakukan 
melalui pemberian kondisi langsung dan nyata terhadap 
sistem pengaman pada analogi lemari untuk penyimpanan 
brankas, yaitu (a) keberadaan pembukaan pintu dan (b) 
pembacaan RFID. Logika terhadap pintu terdiri atas dua 
pengaman, yaitu: limit switch sebagai sensor dan solenoid 
sebagai pengunci. Pembacaan RFID melalui media kartu 
yang di dalamnya terdapat kode berbeda untuk setiap 
kartu.
III. hasIl dan PeMbahasan
A. Integrasi Sistem Minimum
1. Penentuan dan perakitan perangkat pada port masukan 
dan keluaran
Perolehan diagram skematis rangkaian elektronika 
berbantuan aplikasi Easly Application Guide Layout Editor 
(EAGLE) merupakan dasar untuk pembuatan board sistem 
mikrokontroler. Untuk eksperimental pengoperasian 
aktuator (berupa solenoid elektromagnetik) yang berfungsi 
sebagai pengunci pada pintu analogi lemari penyimpanan 
brankas dengan bantuan kondisi “Normally Opened 
(NO)” pada kontak bantu (auxiliary contact) relai yang 
terkontrol oleh mikrokontroler. Berdasarkan perolehan 
diagram skematis rangkaian elektronika merupakan dasar 
untuk pembuatan board untuk sistem mikrokontroler 
yang ditindaklanjuti dengan pentransferan ke paper dan 
pencetakan pada lempeng printed circuit board (PCB).
2.  Pembuatan board
Penampang atas tampilan perletakan komponen 
elektronika dan pembentukan jalur pada board sistem 
mikrokontroler ATmega2560, seperti ditunjukkan pada 
Gambar 3.
Penyediaan 4 (empat) pin utama pada board 
mikrokontroler ATmega2560, digunakan untuk kebutuhan 
jalur masukan sebanyak 2 (dua) pin yang terhubung 
ke sensor RFID dan limit switch dan kebutuhan jalur 
keluaran sebanyak 2 (dua) pin yang terhubung ke solenoid 
dan buzzer. Pin data serial terhubung ke mikrokontroler 
sebagai jalur pemberian perintah pengalamatan pada pin 
data RFID untuk pantauan terhadap data yang masuk. 
Pin-pin yang digunakan pada modul RFID, adalah GND, 
VCC, RX, dan TX. Pin-pin tersebut dihubungkan ke pin-
pin bersesuaian pada mikrokontroler.
3.  Pengawatan terintegrasi
Pengawatan terintegrasi merupakan penyambungan 
terhadap semua komponen elektronika pada board. 
Penampang atas penempatan dan pemasangan komponen-
komponen elektronika pada board sistem mikrokontroler, 
seperti ditunjukkan pada Gambar 4.
Berdasarkan Gambar 5, ditunjukkan bahwa board 
sistem utama tersedia port untuk konektor ke masukan 
(input) dan keluaran (output) untuk keperluan hubungan 
ke sistem RFID, limit switch, solenoid, dan buzzer.
Perolehan sistem minimum terintegrasi berbasis 
mikrokontroler ATmega2560 untuk pengoperasian sensor 
dan aktuator. Penampang  sistem minimum terintegrasi, 
seperti ditunjukkan pada Gambar 5.
4.  Pemilihan catu daya (power supply) untuk sistem 
terintegrasi
Keberadaan catu daya menjadi faktor terpenting 
pada rangkaian terintegrasi. Catu daya untuk keperluan 
mikrokontroler maupun komponen pendukung lain, 
berupa catu daya dengan sistem tegangan 12 Vdc dengan 
arus 2 ampere. Hasil pengukuran terhadap catu daya sistem 
12 Vdc dari regulator, diketahui bahwa tegangan keluaran 
tanpa beban pada nilai rata-rata 11,98 volt dc, sedangkan 
tegangan keluaran dengan beban pada nilai rata-rata 
11,86 volt dc. Berdasarkan hal tersebut, ditunjukkan 
mulaiulai
Sistem Minimum Berbasis Mikrokontroler ATmega2560 sebagai Sistem Pengaman
pada Analogi Lemari Penyimpanan Brankas
Siste  ini u  erbasis ikrokontroler T ega2560 sebagai Siste  Penga an
pada nalogi Le ari Penyi panan rankas
Apakah Pengintegrasian Sistem, sudah diperoleh?Apakah Pengintegrasian Siste , sudah diperoleh?
Pengintegrasian SistemPengintegrasian Siste
Pengintegrasian Perangkat Elektronika Berbasis Mikrokontroler ATmega2560Pengintegrasian Perangkat Elektronika Berbasis ikrokontroler AT ega2560
(a) penentuan dan perakitan perangkat pada port masukan dan keluaran, (b) pembuatan board,
(c) pengawatan terintegrasi, dan (d) pemilihan catu daya untuk sistem terintegrasi
(a) penentuan dan perakitan perangkat pada port asukan dan keluaran, (b) pe buatan board,
(c) pengawatan terintegrasi, dan (d) pe ilihan catu daya untuk siste  terintegrasi
Pemrograman terhadap Sistem Mikrokontroler ATmega2560 
Berbasis Arduino Integrated Development Environment (IDE)
Pe rogra an terhadap Siste  ikrokontroler AT ega2560 




Gambar 2. Diagram alir metode penelitian
161Muchammad Takdir Sholehati dkk.: Sistem Minimum Berbasis Mikrokontroler ATmega2560 sebagai 
Sistem Pengaman pada Analogi Lemari Penyimpanan Brankas
bahwa tegangan pada catu daya untuk mikrokontroler 
relatif tetap stabil. Keberadaan rangkaian regulator 5 Vdc 
sebagai pemasok ke sensor dan aktuator yang bersumber 
dari catu daya 12 Vdc. Untuk keperluan catu daya dengan 
sistem tegangan 5 Vdc dilakukan dengan pemberian 
chip regulator.  Tegangan keluaran regulator sebesar 5 
Vdc digunakan untuk catu daya sistem mikrokontroler 
ATmega2560, sensor, dan aktuator, sedangkan catu 
daya untuk pengoperasian aktuator dicatu langsung dari 
mikrokontroler.
B. Pemrograman terhadap Mikrokontroler ATmega2560
Penggunaan bahasa pemrograman Arduino 
IDE (Arduino Software) dilakukan terhadap sistem 
mikrokontroler ATmega2560, agar sistem dapat 
dioperasikan sesuai tujuan penelitian. Tahapan 
pemrograman terdiri atas penentuan algoritme dan 
penyusunan sintaks. Algoritme untuk pemrograman 
berbentuk diagram alir. Diagram alir pemrograman 
pengoperasian sistem minimum berbasis mikrokontroler 
ATmega2560 sebagai sistem pengaman pada analogi 
lemari penyimpanan brankas, seperti ditunjukkan pada 
Gambar 6.
Berdasarkan Gambar 6, ditunjukkan bahwa untuk 
penyusunan struktur sintaks program dilakukan dengan 
sejumlah tahapan. Tahapan-tahapan tersebut meliputi (i) 
konfigurasi pin, (ii) deklarasi variabel dan konstanta, (iii) 
Gambar 3. Penampang atas tampilan perletakan komponen elektronika 
dan pembentukan jalur pada board sistem mikrokontroler ATmega2560
Gambar 4. Penampang atas penempatan dan pemasangan komponen-
komponen elektronika pada board sistem mikrokontroler
Gambar 5. Penampang sistem terintegrasi yang ditempatkan pada analogi 
lemari penyimpanan brankas
selesaiselesai
(a) Penentuan algoritma dan (b) Penulisan sintaks(a) Penentuan algorit a dan (b) Penulisan sintaks
belum
ya
Apakah Pemrograman, sudah sesuai?Apakah Pe rogra an, sudah sesuai?
Pemrograman terhadap Mikrokontroler Berbasis Arduino IDEPe rogra an terhadap ikrokontroler Berbasis Arduino IDE
belum
ya
Uji Validasi terhadap Sistem Minimum berupa Pengukuran KinerjaUji Validasi terhadap Siste  ini u  berupa Pengukuran Kinerja
(a) Penyimpanan awal atau pergantian kartu yang di-tag terhadap sistem pengaman, (b) pemantauan kondisi data yang diterima oleh 
modul RFID, dilakukan dalam  (i) pemantauan terhadap kondisi sistem pengamanan ketika pembacaan kartu id dibaca benar oleh sistem 
dan (ii) pemantauan kondisi limit swicth terhadap sistem pengaman pada pintu analogi lemari penyimpanan brankas 
(a) Penyi panan awal atau pergantian kartu yang di-tag terhadap siste  penga an, (b) pe antauan kondisi data yang diteri a oleh 
odul RFID, dilakukan dala   (i) pe antauan terhadap kondisi siste  penga anan ketika pe bacaan kartu id dibaca benar oleh siste  
dan (ii) pe antauan kondisi limit swicth terhadap siste  penga an pada pintu analogi le ari penyi panan brankas 
Pengukuran Kinerja berupa Tanggapan terhadap Perlakuan oleh End UserPengukuran Kinerja berupa Tanggapan terhadap Perlakuan oleh End User
Apakah Pengukuran Kinerja, sudah sesuai?Apakah Pengukuran Kinerja, sudah sesuai?
A
Gambar 2. Diagram alir metode penelitian (lanjutan)
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inisialisasi, (iv) program utama, (v) ambil dan kirim data, 
dan (vi) keluaran.
Konfigurasi pin
Konfigurasi pin merupakan penentuan terhadap pin 
yang digunakan, baik sebagai masukan maupun keluaran. 
Penentuan pin tersebut dijadikan sebagai acuan dalam 
setiap pengalamatan program pada ATmega2560, baik 
untuk sensor RFID, limit switch, solenoid, maupun buzzer. 
Sintaks program untuk konfigurasi pin, yaitu:
int a = 0;
int 1s = 5;
int buzz = 24;
int solenoid = 13;
#define rfid
Deklarasi variable dan konstanta
Deklarasi variabel dilakukan untuk pendeklarasian 






boolean RFID = false;
Deklarasi konstanta merupakan pemberian nilai 
konstanta pada program berdasarkan datasheet sensor 
sebagai masukan terhadap sistem mikrokontroler 
ATmega2560 untuk sistem pengaman awal brankas. 
Deklarasi konstanta langsung disebutkan nilai. Pemakaian 
tanda titik koma (;) digunakan pada deklarasi konstanta, 
tidak seperti pada deklarasi variabel dengan penggunaan 






Program utama merupakan sumber dari pengontrolan 
program, karena semua perintah pada program diurutkan 
dari tampilan awal, pengambilan data, dan penampilan 





    data = Serial.readString();
    if(data == ‘change’){a=0; set();}
  }
  if(Serial3.available()>0){
    baca();
    //Serial.println(i);
    //Serial.println(data_RFID);
    if(i==data_RFID){buka();}
    else{
      digitalWrite(buzz, LOW);
      delay(100);
      digitalWrite(buzz, HIGH);
      delay(100);
      digitalWrite(buzz, LOW);
      delay(100);
      digitalWrite(buzz, HIGH);
    }





  digitalWrite(buzz, LOW);
  delay(100);
  digitalWrite(buzz, HIGH);




  digitalWrite(selenoid, LOW);
}
void set(){
  Serial.println(“ready to change”);
  while(a<=14){
    if(Serial3.available()>0){
      i += Serial3.read();
      delay(10);
      a++;






















































Gambar 6. Diagram alir pemrograman pengoperasian sistem minimum 
berbasis mikrokontroler ATmega2560 sebagai sistem pengaman pada 
analogi lemari penyimpanan brankas
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    digitalWrite(buzz, LOW);
    delay(100);
    digitalWrite(buzz, HIGH);
    delay(100);






    if(Serial3.available()>0){
      i += Serial3.read();
      delay(10);
      a++;
    }
  }
}
Ambil dan kirim data
Data perintah atau ketentuan yang sesuai dengan 
masukan pada sensor tersebut dikirim untuk dan selanjutnya 
digunakan untuk isyarat ke penggerak aktuator. Sintaks 
program untuk ambil dan kirim data, yaitu:
void baca(){
  a=0;   while(a<=14){
    if(Serial3.available()>0){
      i += Serial3.read();       delay(10);
      a++;




Keluaran program merupakan reaksi yang diakibatkan 
oleh masukan sensor. Sintaks program untuk keluaran, 
yaitu:
void buka(){
  digitalWrite(buzz, LOW);
  delay(100);
  digitalWrite(buzz, HIGH);








    digitalWrite(buzz, LOW);
    delay(100);
    digitalWrite(buzz, HIGH);
    delay(100);




Uji validasi berupa sejumlah pelaksanaan 
eksperimental, yaitu i) langkah awal penyimpanan/
pergantian kartu di-tag terhadap sistem pengamanan, ii) 
pemantauan terhadap kondisi sistem pengamanan, ketika 
pembacaan kartu dibaca benar oleh sistem, meliputi 
*) pemantauan kondisi data yang diterima oleh modul 
RFID dan **) pemantauan kondisi limit swicth terhadap 
pengaman pada pintu analogi lemari.
1. Penyimpanan awal atau pergantian kartu melalui pen-
tag-an kartu pada antena RFID
Penyimpanan awal atau pergantian kartu melalui pen-
tag-an terhadap sistem Arduino IDE yang ditampilkan 
pada serial monitor. Tampilan hasil penyimpanan awal 
atau pergantian kartu melalui pen-tag-an terhadap sistem 
Arduino IDE yang ditampilkan pada monitor, seperti 
ditunjukkan pada Gambar 7. 
Berdasarkan Gambar 7 ditunjukkan, bahwa pilihan 
change sebagai langkah awal untuk komentar terhadap 
ATmega2560 dengan penggunaan serial monitor yang 
terdapat pada Ardiuno IDE. Komentar ATmega2560 
terhadap personal computer (PC, komputer personal) dan 
siap untuk pelaksanaan scan kartu RFID baru sebagai kartu 
pengganti. Tampilan change to ready, seperti ditunjukkan 
pada Gambar 8.
Berdasarkan Gambar 8 ditunjukkan, bahwa modul 
RFID telah dengan perubahan data, berupa data digital 
yang dikirim balik oleh kartu RFID berupa kode digital 
yang terdapat pada kartu RFID. Setiap kartu RFID dengan 
kode berbeda-beda. Setiap pembacaan satu kartu RFID 
dengan 16 digit angka yang dapat dibaca oleh modul RFID 
dan data tersebut disimpan di EEPROM.
2.  Pemantauan kondisi terhadap sistem pengaman, ketika 
pembacaan kartu RFID dibaca secara benar
 Pembacaan data digital pada kartu RFID, yang terdapat 
Gambar 7. Tampilan hasil penyimpanan awal atau pergantian kartu 
melalui pen-tag-an terhadap sistem Arduino IDE yang ditampilkan pada 
monitor
Gambar 8. Tampilan change to ready
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pada kartu RFID terdapat pembacaan pada modul RFID 
dan data yang diterima sama dengan yang tersimpan pada 
EEPROM, maka tertampilkan solenoid terbuka. Tampilan 
pergantian kartu telah diakses, seperti ditunjukkan pada 
Gambar 9.
Berdasarkan Gambar 9, ditunjukkan bahwa hasil dari 
pembacaan data digital yang terdapat pada kartu RFID 
terdapat pembacaan pada modul RFID dan data yang 
diterima sama dengan yang tersimpan pada EEPROM, 
maka tertampilkan solenoid terbuka. Tampilan pergantian 
kartu telah diakses, seperti ditunjukkan pada Gambar 10.
Kartu RFID yang digunakan sebelumnya, kini tidak 
dapat digunakan kembali, apabila sudah diganti dengan 
kartu baru. Modul RFID hanya dapat dengan satu kartu 
saja sebagai pengoperasian solenoid untuk pembukaan 
pintu. Untuk kondisi dimana digunakan kartu lama, tetapi 
telah di-tag kembali atau kartu baru, maka tertampilkan 
kondisi berbeda. Tampilan kode digital kartu tidak terbaca 
atau salah, seperti ditunjukkan pada Gambar 11.
Berdasarkan Gambar 11, ditunjukkan bahwa program 
berbasis Arduino IDE yang telah dibuat dilakukan melalui 
pembuatan berbagai macam kondisi sesuai parameter 
yang dibutuhkan, yaitu: (i) data diterima oleh modul RFID 
dan (ii)  kondisi limit switch terhadap kondisi pintu.
3.  Pemantauan kondisi data yang diterima oleh modul 
RFID
Tampilan pembacaan ID-card melalui antena RFID, 
seperti ditunjukkan pada Gambar 12. Berdasarkan Gambar 
12 ditunjukkan, bahwa hasil pengukuran modul RFID 
berupa angka yang terdiri atas sejumlah digit angka arab 
dan data tersebut disimpan pada EEPROM.
Modul RFID dengan kondisi perubahan data, berupa 
data digital yang dipancarkan oleh antena RFID dan 
dipantulkan balik oleh kartu dengan frekuensi serupa. 
Pembacaan data digital yang dikirim balik oleh kartu 
berupa angka digital yang terdapat pada kartu RFID 
dengan kondisi, bahwa setiap kartu RFID berciri khas 
dengan susunan angka-angka berbeda. Tampilan salah satu 
hasil pengukuran data ID-card (kartu RFID) ditampilkan 
berupa susunan angka-angka, seperti ditunjukkan pada 
Gambar 13.
Setiap pembacaan satu kartu RFID dengan 16 angka yang 
dapat dibaca oleh modul RFID dan data tersebut disimpan 
di EEPROM (Electrically Erasable Programmable Read-
Only Memory), selanjutnya jika terdapat pembacaan pada 
modul RFID dan data yang diterima sama dengan data 
tersimpan pada EEPROM, maka solenoid ter-energi-kan 
(energized) untuk pembukaan kunci, sedangkan jika data 
yang tersimpan tidak terbaca, maka buzzer tetap berbunyi 
sampai kartu RFID di-tag kembali.
4. Pemantauan kondisi limit switch terhadap sistem
Tampilan kondisi limit switch terhadap pengamanan 
pintu brankas, seperti ditunjukkan pada Gambar 14. 
Berdasarkan Gambar 14, ditunjukkan bahwa hasil dari 
pengukuran dengan pintu tertutup berkondisi high dan 
sistem dalam mode stand by, maka dalam mode ini sistem 
dengan pemaksimalan pengamanan terhadap pintu brankas 
Gambar 9. Tampilan pergantian kartu telah diakses
Gambar 10. Tampilan pergantian kartu telah diakses
Gambar 11.  Tampilan kode digital tidak terbaca atau salah
Gambar 12. Pengukuran kinerja sistem RFID
Gambar 13. Tampilan salah satu hasil pengukuran data ID-card sistem 
RFID pada sistem mikrokontroler ATmega2560
Gambar 14. Tampilan kondisi limit switch terhadap kondisi pintu analogi 
lemari penyimpanan brankas
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secara paksa dan siap untuk penerimaan pembacaan kartu 
RFID oleh modul RFID. Kondisi pintu terbuka, maka 
limit switch dalam kondisi low dan sistem terus dengan 
pembukaan kunci pada pintu sampai pintu tersebut tertutp 
kembali. Untuk kondisi dimana pintu terbuka paksa tanpa 
pengunaan RFID, maka buzzer dalam kondisi berbunyi.
IV. KesIMPulan
Berdasarkan hasil dan bahasan dapat disimpulkan 
sesuai tujuan penelitian. Jalur masukan dihubungkan 
ke sensor RFID dan limit switch dipasang sebagai 
transduser untuk pembacaan kondisi pintu analogi 
lemari penyimpanan brankas, sedangkan jalur keluaran 
dihubungkan ke solenoid yang dilengkapi dengan tuas 
pengunci dan buzzer sebagai penimbul sinyal alarm. 
Pemrograman terhadap mikrokontroler ATmega2560 
didasarkan kepada algoritme dan penyusunan sintaks 
berbasis Arduino IDE, melalui 6 (enam) tahapan, yaitu: 
(i) konfigurasi pin, (ii) deklarasi variabel (peubah) dan 
konstanta (tetapan), (iii) inisialisasi, (iv) program utama, 
(v) ambil dan kirim data, dan (vi) keluaran.  Berdasarkan 
hasil pemrograman tersebut, jika diperlukan dapat 
dilakukan uji verifikasi berupa simulasi berbantuan 
aplikasi Proteus.
Uji validasi dilakukan dalam bentuk pemberian 4 
(empat) kondisi terhadap sistem minimum yang meliputi 
(a) ketika kartu tidak terdeteksi modul RFID, (b) ketika 
kartu terdeteksi modul RFID, (c) ketika pintu dibuka 
paksa (tanpa modul RFID) dan buzzer “on”, kartu tidak 
terdeteksi oleh modul RFID saat di-tag pada antena, dan (d) 
ketika pintu dibuka secara paksa (tanpa modul RFID) dan 
buzzer “on”, kartu terdeteksi oleh modul RFID saat di-tag 
pada antena. Hasil uji validasi secara keseluruhan sesuai 
harapan, dimana semua sensor tergantung kepada setelan 
pemberian tegangan masukan yang diberikan. Pembacaan 
nilai frekuensi oleh sensor RFID berdasarkan pantulan 
yang diterima dari ID-card (kartu RFID) dengan isian data 
digital berupa serial number. Setiap kartu RFID disertai 
susunan angka yang berbeda-beda. Setiap pembacaan satu 
kartu RFID, maka data tersebut disimpan di EEPROM. 
Untuk kondisi dimana terdapat pembacaan pada modul 
RFID dan data yang diterima sama dengan yang tersimpan 
pada EEPROM, maka solenoid ter-energi-kan (energized) 
dan pintu dapat dibuka. Pemaksimalan terhadap keamanan 
pintu analogi lemari berupa pendeteksian oleh kondisi 
limit switch saat pintu dibuka paksa dan buzzer berbunyi. 
Untuk kondisi penetralan terhadap kondisi buzzer, 
dilakukan melalui pen-tag-an kartu RFID melalui antena. 
Buzzer tetap berbunyi, jika data tersinpan tidak terbaca 
oleh modul RFID, sedangkan buzzer dapat dinetralkan, 
jika saat pen-tag-an kartu data tersimpan terbaca oleh 
modul RFID.
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