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SAMENVATTING 
IT outsourcing (ITO) biedt zowel voordelen als gevaren. Voordelen zijn o.a. lagere kosten en 
schaalvoordelen. Gevaren zijn o.a. escalerende kosten, verminderende service niveaus, verlies van 
expertise en onomkeerbare contracten (Dibbern, Goles, Hirschheim, & Jayatilaka, 2004). Door goed 
om te gaan met deze gevaren kan de kans op ITO succes vergroot worden. Het Risk Assessment 
Framework (RAF) van Aubert is een conceptueel model, waarin risk factors en undesirable outcomes 
ITO zijn opgenomen, die helpt bij het herkennen van deze gevaren (Aubert, Patry, & Rivard, 2005). 
Wat het RAF van Aubert echter niet biedt, zijn concrete middelen in de vorm van ITO risk mitigation 
strategies om deze gevaren te verminderen. Lacity & Willcocks (Willcocks, Lacity, & Kern, 1999) 
geven in 1999 aan, dat wanneer het aankomt op risico mitigatie er een serieus gebrek is aan 
wetenschappelijke aandacht voor dit onderwerp.  
 
Naar aanleiding van deze opmerking van Lacity & Willcocks (Willcocks, et al., 1999) is het doel voor 
dit onderzoek het verkrijgen van nieuwe, en het bevestigen van bestaande inzichten in ITO risk 
mitigation die bijdragen aan het vergroten van onze wetenschappelijke kennis over dit onderwerp. Dit 
is in dit onderzoek gedaan door het vinden en toetsen van ITO management strategieën die risico’s, 
opgenomen in het RAF van Aubert, zouden kunnen verminderen. Het uitgangspunt voor het 
onderzoek is de theorie van Aubert aangevuld met ITO risk mitigation strategies gevonden in de 
literatuur.  
 
De vraagstelling van dit onderzoek luidt: Op welke wijze is het risk assessment framework van Aubert 
uit te breiden met risk mitigation strategies en in welke mate is dit uitgebreide risk assessment 
framework waarneembaar in de praktijk? De volgende twee hoofdvragen zijn hiervan afgeleid: 
1. Welke risk mitigation strategies sluiten aan op de undesirable outcomes en risk factors van 
het risk assessment framework van Aubert en kunnen tezamen met het risk assessment 
framework als referentiemodel dienen voor dit onderzoek? 
2. In hoeverre is het risk assessment framework van Aubert, inclusief de risk mitigation 
strategies die daarop aansluiten, waarneembaar in de risk management praktijk? 
De eerste onderzoeksvraag is beantwoord door middel van een literatuuronderzoek. Het resultaat van 
het literatuuronderzoek is het RAF uitgebreid met 73 risk mitigation strategies. Dit referentiemodel was 
te uitgebreid om tijdens dit afstudeertraject te toetsen. Onderstaand tabel toont het referentiemodel 
dat gebruikt is voor de empirische toetsing. 
Tabel 1: Uitgebreid RAF (scope van onderzoek) 
 
Risk mitigation strategies gevonden in literatuur- 
RAF volgens Aubert 
Risk factors + Undesirable outcomes 
- Adopting extensive planning 
- Transferring these costs through contract structure to 
supplier 
 Unexpected transition 
and management costs 
 
- Use of external expertise  
 
Lack of experience and expertise of 
the client with the activity  
- Use of external expertise  
- Outsource incrementally with small projects and gain 
experience over time.  
Lack of experience of the client 
with outsourcing  
- Dual Sourcing  
- Include material and human reversibility clauses  
 Switching costs (including 
lock-in, repatriation, and 
transfer to another 
supplier 
- Avoid propriety technologies and employ mainstream 
technologies as much as possible.  
Asset specificity  
- Check professional references thoroughly.  Small number of suppliers  
- Negotiate flexible contracts that can be renegotiated 
at specified intervals.  
Uncertainty  Costly contractual 
amendments  
- Develop thorough technology transition plans with the 
vendor. Ensure that vendor specifies replacement 
technology.  
Technological discontinuity  
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De toetsing is gedaan aan de hand van een survey onder IT outsourcing professionals met minimaal 
vijf jaar ITO ervaring en die minimaal eenmaal hebben deelgenomen aan een ITO risk assessment 
traject. In de survey zijn vragen gesteld over de onderdelen uit het referentiemodel. Over risk factors 
en undesirable outcomes is gevraagd of deze respectievelijk beschouwd worden als risk factor of 
risico tijdens een risk assessment. Voor de risk mitigation strategies is gevraagd in hoeverre deze 
effectief zijn in het verminderen van ITO risico’s. Open vragen zijn gebruikt om inzicht te krijgen in de 
relaties tussen onderdelen van het referentiemodel. Door verschillende meningen van professionals te 
verzamelen die niet betrekking hadden op dezelfde casus, is getracht een breder inzicht te krijgen in 
de onderdelen van het referentiemodel. Dit is de voornaamste reden waarom er gekozen is voor de 
survey strategie. De resultaten voor het empirisch onderzoek zijn als volgt: 
 
• De drie getoetste undesirable outcomes unexpected transition and management costs, 
switching costs en costly contractual amendments zijn waarneembaar als risico in de praktijk, 
maar geen enkele wordt unaniem onderkend.  
• Van de zes onderzochte risk factors zijn er twee die unaniem worden onderkend in de praktijk. 
Dat zijn de twee risk factors die gerelateerd zijn aan ervaring. Asset specifity wordt juist in 
mindere mate beschouwd als risk factor. Over een small number of suppliers kunnen geen 
uitspraken worden gedaan vanwege de invaliditeit van de gestelde vraag. Uncertainty wordt 
grotendeels wel onderkend als risk factor. Het wordt ook beschouwd als een beheersbare risk 
factor gezien de verschillende adviezen, die zijn gevonden om hiermee om te gaan. Ondanks 
dat de risk factor technological discontinuity door drie van de vijf respondenten niet gezien 
wordt als een risk factor tijdens risk assessment wordt dit wel door alle respondenten 
beschouwd als iets waar in de praktijk dient te worden omgegaan.  
• Van tien van de elf risk mitigation strategies is de effectiviteit waarneembaar in de ITO risk 
management praktijk. Er zijn drie risk mitigation strategies die unaniem worden onderkend. 
Deze zijn adopting extensive planning, use of external expertise en avoiding propriety 
technologies. Transferring cost to supplier wordt als enige, door de vier respondenten met een 
mening, niet beschouwd als effectieve risk mitigation strategy. Bij de overige risk mitigation 
strategies worden door tegenhangers of de nadelige kant en/of beperkingen van een risk 
mitigation strategies genoemd.  
• Een aantal relaties zijn waarneembaar in de praktijk. De relaties tussen risk factor en 
undesirable outcome worden in de resultaten van dit onderzoek nauwelijks genoemd door de 
respondenten. De enige duidelijke relatie genoemd is die tussen een lack of experience en 
unexpected transition and management costs. Negen van de elf relaties tussen risk mitigation 
strategy en risk factor/undesirable outcome zijn waarneembaar in de ITO praktijk.  
 
Op basis hiervan kan worden geconcludeerd dat het mogelijk is om het risk assessment framework 
van Aubert uit te breiden met risk mitigation strategies. Het gevonden referentiemodel is slechts voor 
een deel getoetst. Verschillende relaties tussen risk factor en undesirable outcome zijn niet bevestigd 
of ontkend in de survey. Voor de onderzochte risk mitigation strategies is niet bekend onder welke 
voorwaarden deze effectief zijn. Op basis van deze bevindingen, worden voor vervolgonderzoek, de 
volgende onderzoeksvragen aanbevolen.  
 
1. In hoeverre zijn de niet getoetste onderdelen uit het uitgebreide RAF van Aubert 
waarneembaar in de risk management praktijk? 
2. Op welke wijze kan door middel van een survey de relaties van het uitgebreide RAF 
achterhaald worden? 
3. Welke interne en externe factoren zijn van invloed op de effectiviteit van een risk mitigation 
strategy? 
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1. INLEIDING 
In deze scriptie komen de volgende hoofdstukken aan bod. Hoofdstuk één beschrijft de aanleiding, 
probleem- en doelstelling van dit onderzoek. Hoofdstuk twee bevat zowel de resultaten van het 
literatuuronderzoek als de zoekstrategie en vragen die daartoe hebben geleid. Hoofdstuk drie 
beschrijft het onderzoeksontwerp en-verantwoording. Hoofdstuk vier bevat de onderzoeksresultaten. 
Hoofdstuk vijf beschrijft de eindconclusies en de aanbevelingen voor vervolgonderzoek.  
 
1.1. AANLEIDING EN PROBLEEMSTELLING 
IT outsourcing (ITO) biedt zowel voordelen als gevaren. Sommigen beargumenteren dat ITO leidt tot 
lagere kosten, schaalvoordelen, toegang tot gespecialiseerde resources en nieuwe 
bedrijfsondernemingen. Anderen waarschuwen bedrijven voor de negatieve consequenties die ITO 
kan hebben, zoals escalerende kosten, verminderende service niveaus, verlies van expertise en 
onomkeerbare contracten (Dibbern, et al., 2004) 
 
Uit de praktijk blijkt dat outsourcing beslissingen en contractuele regelingen, zoals benodigd bij een 
ITO overeenkomst, inderdaad risico’s bevatten. Risk assessment en risk management leveren een 
belangrijke bijdrage aan het succes van een ITO onderneming. ITO onderzoekers addresseren twee 
vragen die relevant zijn voor de IT outsourcing risk assessment praktijk (Lacity, Khan, & Willcocks, 
2009): 
• Wat zijn de risico’s van IT outsourcing? 
• Hoe worden de IT outsourcing risico’s gemitigeerd? 
Het risk assessment framework (RAF)1 van Aubert draagt bij aan het verminderen van onzekerheid bij 
het maken van beslissingen. Ook kan het gebruik van het RAF helpen bij het anticiperen en soms 
verhelpen van potentiële problemen die gerelateerd zijn aan ITO (Aubert, et al., 2005). Het betreft 
hierbij risico’s die over het algemeen gelden in de ITO praktijk (Lacity, et al., 2009). 
 
Hoewel het RAF invulling geeft aan de eerste vraag, geeft Aubert geen expliciete invulling voor de 
wijze waarop de ITO risico’s gemitigeerd kunnen worden (Aubert, 1998; Aubert, et al., 2005; Aubert, 
Rivard, & Patry, 2004). Lacity & Willcocks (Willcocks, et al., 1999) geven in 1999 aan, dat wanneer het 
aankomt op risk mitigation er een serieus gebrek is aan wetenschappelijke aandacht voor dit 
onderwerp.  
 
Een verklaring voor het gebrek aan wetenschappelijke aandacht voor het onderwerp ITO risk 
mitigation kan zijn dat in 1999 het onderzoeksgebied ITO relatief gezien, nieuw was. Dit wordt 
onderschreven door Dibbern (Dibbern, et al., 2004). In zijn artikel, die een overzicht geeft van 
bestaande ITO literatuur gepubliceerd tussen 1992 en 2000, werden betrekkelijk weinig 
onderzoeksartikelen genoemd met ITO risk mitigation als onderwerp.  
 
Sinds 2000 zijn er artikelen gepubliceerd die wel aandacht hebben besteed aan het risk mitigation 
onderwerp. Eén daarvan is die van Bahli & Rivard. (Bahli & Rivard, 2003). Bahli & Rivard beschrijven 
in hun artikel een ITO risk assessment framework gebaseerd op hun conceptuele definitie van ITO 
risk. Zij definiëren het risico als een combinatie van vier elementen; de elementen bestaan uit 
mogelijke scenario’s, de waarschijnlijkheid van hun gebeurtenis, de geassocieerde gevolgen en de 
risk mitigation strategies die hun impact kan voorkomen en verzwakken. In vergelijking bevat het RAF 
van Aubert de mogelijke scenario’s (undesirable outcome) en de waarschijnlijkheid van hun 
gebeurtenis (risk factors). De geassocieerde gevolgen komen ook in het RAF van Aubert voor, maar 
                                                     
1
 Zie Bijlage 1: RAF Aubert 
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worden beschreven als een undesirable outcome en niet als gevolg van andere undesirable 
outcomes, zoals door Bahli & Rivard. Zoals eerder genoemd, bevat het RAF van Aubert geen risk 
mitigation strategies. Vanuit het risk assessment concept van Bahli & Rivard is het RAF van Aubert 
onvolledig als risk assessment framework. Door middel van dit onderzoek wordt getracht een bijdrage 
te leveren aan de theorievorming van ITO risico management door het RAF aan te vullen met 
strategieën die de risico’s uit het RAF kunnen mitigeren. 
 
1.2. DOELSTELLING 
De doelstelling van deze afstudeeropdracht is het verkrijgen van nieuwe, en het bevestigen van 
bestaande inzichten in ITO risk mitigation. Door middel van het uitbreiden van het RAF van Aubert 
kunnen de relaties tussen risk mitigation strategies, undesirable outcomes en risk factors onderzocht 
worden. Dit wordt in een empirisch onderzoek gedaan door, per risk mitigation strategy, empirisch 
bewijs te vinden, voor het directe of indirecte risk mitigation effect op een undesirable outcome in de 
ITO risk management praktijk.  
 
1.3. CONCEPTUEEL ONDERZOEKSMODEL 
Figuur 1: Onderzoeksmodel van het afstudeeronderzoek 
 
Figuur 1 toont het onderzoeksmodel van het afstudeeronderzoek. Als basis voor dit onderzoek wordt 
gebruik gemaakt van de theorie van Aubert over ITO risk assessment. Deze theorie wordt uitgebreid 
door middel van een literatuuronderzoek met theorieën over IT outsourcing risk mitigation (a). Het 
resultaat van dit literatuuronderzoek levert het referentiemodel op, die getoetst wordt aan de risk 
management praktijk (b). Dit praktijkonderzoek bestaat uit het toetsen van onderdelen van het 
referentiemodel aan meningen van IT outsourcing professionals over deze onderdelen. Door de 
resultaten van het onderzoek te analyseren (c) wordt het doel van dit onderzoek bereikt (d), namelijk 
het leveren van een bijdrage aan het wetenschappelijk onderzoeksgebied, ITO risk management. 
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1.4. BEGRIPSBEPALING 
In dit onderzoek worden een aantal begrippen gebruikt. In deze paragraaf worden de begrippen 
gedefinieerd. De definities komen uit de literatuur over IT outsourcing.  
 
IT outsourcing: De praktijk van het overdragen van IT assets, leases, personeel en management 
verantwoordelijk voor het leveren van services van IT functies naar 3rd party leveranciers (Hirschheim 
& Lacity, 2000). 
 
Risk assessment framework: Een conceptueel framework die bijdraagt aan het reduceren van 
onzekerheid bij het maken van beslissingen geassocieerd met outsourcing. Het helpt om te 
anticiperen op ITO problemen en kan deze mogelijk verlichten door het selecteren van 
contractmechanismen die geschikt zijn voor de soorten activiteiten die geoutsourced moeten worden. 
(Aubert, et al., 2005). Een risk assessment framework bestaat uit de combinatie van vier elementen, 
namelijk: 1) mogelijke scenario’s, 2) de waarschijnlijkheid van hun gebeurtenis, 3) de geassocieerde 
gevolgen en 4) risico mitigerende mechanismen. (Bahli & Rivard, 2003) 
 
Risk exposure: Risico wordt gemeten aan de hand van risk exposure. Dit is het product van de 
waarschijnlijkheid van een undesirable outcome en het verlies als gevolg van een undesirable 
outcome. Met undesirable outcomes en risk factors is het mogelijk om de mate van blootstelling te 
bepalen aan de hand van de formule: RE = P(UO)*L(UO). Hierbij is P de kans op verlies, gebaseerd 
op risk factors en undesirable outcomes en L de mate van verlies als gevolg van elke undesirable 
outcome (Aubert, et al., 2005). 
 
Risk factor: Een omstandigheid die de waarschijnlijkheid op een undesirable outcome vergroot en die 
beschreven is in het risk assessment framework van Aubert (Aubert, et al., 2005). 
 
Risk mitigation: Praktijken die zijn ontworpen om risico te reduceren en daarmee de 
waarschijnlijkheid van IT succes vergroten (Lacity, et al., 2009). 
 
Undesirable outcome: Een negatieve uitkomst die resulteert in verlies en die beschreven is in het 




Voor dit onderzoek is een hoofdvraag geformuleerd die verdeeld is in twee centrale vragen. De eerste 
centrale vraag wordt beantwoord door een literatuuronderzoek en de tweede centrale vraag door 
middel van het praktijkonderzoek. Voor beide centrale vragen zijn deelvragen geformuleerd om 
uiteindelijk de centrale vragen en daardoor ook de hoofdvraag, te beantwoorden. De hoofdvraag voor 
dit onderzoek luidt:  
 
Op welke wijze is het risk assessment framework van Aubert uit te breiden met risk mitigation 
strategies en in welke mate is dit uitgebreide risk assessment framework waarneembaar in de 
praktijk? 
 
Zoals gezegd zijn uit de hoofdvraag twee centrale vragen met bijbehorende deelvragen afgeleid. Deze 
zijn hieronder te vinden.  
1. Welke risk mitigation strategies sluiten aan op de undesirable outcomes en risk factors van 
het risk assessment framework van Aubert en kunnen tezamen met het risk assessment 
framework als referentiemodel dienen voor dit onderzoek. 
a. Wat is het risk assessment framework van Aubert en welke kenmerken heeft deze? 
b. Welke literatuur is er beschikbaar over IT outsourcing risk mitigation?  
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c. In hoeverre sluiten de gevonden IT outsourcing risk mitigation frameworks aan bij de 
kenmerken van het risk assessment framework van Aubert? 
d. Welke bekende risk mitigation strategies sluiten aan bij de undesirable outcomes van 
het risk assessment framework van Aubert en verminderen de impact van een 
undesirable outcome? 
e. Welke bekende risk mitigation strategies sluiten aan bij de risk factors van het risk 
assessment framework van Aubert en verminderen de kans op een undesirable 
outcome? 
2. In hoeverre is het risk assessment framework van Aubert, inclusief de risk mitigation 
strategies die daarop aansluiten, waarneembaar in de risk management praktijk? 
 
a. Welke undesirable outcomes onderkent men in de praktijk? 
b. Welke risk factors onderkent men in de praktijk? 
c. Welke risk mitigation strategies onderkent men in de praktijk? 
d. Welke relaties onderkent men tussen risk mitigation strategies, undesirable outcomes 
en risk factors? 
 
1.6. RELEVANTIE ONDERZOEK 
De wetenschappelijke relevantie van dit onderzoek is het uitbreiden van het risk assessment 
framework van Aubert met risk mitigation strategies. Lacity & Willcocks (Willcocks, et al., 1999) geven 
in 1999 aan, dat wanneer het aankomt op risk mitigation er een serieus gebrek is aan 
wetenschappelijke aandacht voor dit onderwerp. Het doel is om door middel van dit onderzoek 
verdere aandacht te geven aan dit onderwerp. Verder is er sprake van een toevoeging aan de 
bestaande theorie doordat er een nieuw referentiemodel is ontwikkeld en getoetst. 
De maatschappelijke relevantie van dit onderzoek is het leveren van informatie, zodat personen en 
organisaties betere overwegingen kunnen doen bij een ITO risk assessment. Door gebruik te maken 
van de ervaringen van andere ITO professionals, kunnen ITO practitioners, problemen voorkomen, 
door het selecteren van gepaste ITO risk mitigation strategies voor de eigen organisatie. Onzekerheid 
kan bijvoorbeeld een rol spelen in een IT outsourcingrelatie. Expertmeningen over een mogelijke risk 
mitigation strategy, zoals het toepassen van korte contracten, geven de ITO practitioner inzicht in de 
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2. RISK ASSESSMENT FRAMEWORK VOOR IT OUTSOURCING 
Dit hoofdstuk geeft antwoord op de eerste centrale vraag en levert het theoretisch kader op voor dit 
onderzoek. Paragraaf 2.1 beschrijft de gevolgde zoekstrategie en de geraadpleegde bronnen. 
Paragraaf 2.2 beantwoord de deelvragen van de eerste centrale vraag. Paragraaf 2.3 geeft de 
eindconclusie van het theoretische kader. 
 
2.1. ZOEKSTRATEGIE 
2.1.1. GEBRUIKTE BRONNEN 
Er zijn verschillende bronnen gebruikt voor dit literatuuronderzoek. Naast het bezoeken van een 
universiteitsbibliotheek is gezocht naar literatuur via online bronnen. Deze bronnen bieden een grote 
hoeveelheid informatie over het onderwerp van de onderzoeksopdracht. Tijdens de literatuurstudie 
zijn de volgende bronnen geraadpleegd: 
• Business Source Premier 
• Google Scholar 
• IEEE Digital Library 
• PiCarta, gebruikt voor het opzoeken en reserveren van boeken en artikelen bij bibliotheken.  
• Bibliotheek van de Vrije Universiteit te Amsterdam 
2.1.2. VERWERKING VAN DE GEVONDEN ARTIKELEN 
Voor elke deelvraag uit paragraaf 1.5 is vastgesteld met welke zoektrefwoorden gezocht ging 
worden2. De relevantie van gevonden literatuur is beoordeeld aan de hand van het abstract. Als hier 
een indicatie kon worden gevonden dat in het artikel een antwoord kon worden gevonden op de 
onderzoeksvraag, dan werd er verder gezocht in de tekst op relevante informatie.  
 
Een publicatie is relevant als op basis van het abstract bepaald kon worden dat de gebruikte 
zoektermen centraal stonden in de publicatie. Een belangrijk criterium is dat de gevonden literatuur 
peer-reviewed is. De gebruikte artikelen zijn afkomstig uit wetenschappelijke tijdschriften of 
wetenschappelijke conferentieverslagen. Relevante publicaties zijn vervolgens toegevoegd aan de 
Endnote Library die voor dit onderzoek is opgezet.  
 
Artikelen die de eerste beoordeling hadden “overleefd” zijn vervolgens inhoudelijk doorgenomen. 
Hierna is beoordeeld of de artikelen voldoende konden bijdragen aan het beantwoorden van de 
onderzoeksvragen. De artikelen die uiteindelijk gebruikt zijn, zijn opgenomen in de literatuurlijst van dit 
rapport. 
2.1.3. GEBRUIKTE ARTIKELEN 
Hieronder is een overzicht van de in de literatuurstudie gebruikte databanken en de verdeling van de 
artikelen over de jaren van publicatie: 
  
                                                     
2
 Zie Bijlage 2: Detaillering zoekstrategie voor een beschrijving en verantwoording van de gebruikte 
zoekstrategie. 
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Tabel 2: Overzicht databanken 
Databank Aantal artikelen Auteurs 
ACM Digital Library 4 (Aubert, et al., 2005) 
(Dibbern, et al., 2004) 
(Hirschheim & Lacity, 2000) 
(Sakthivel, 2007) 
EBSCOHOST 4 (Bahli & Rivard, 2003) 
(Barthélemy, 2001) 
(Earl, 1996) 
(Sullivan & Ngwenyama, 2005) 
Emerald insight 2 (Ngwenyama & Sullivan, 2007) 
(Tafti, 2005) 
IEEE Digital Library 2 (Aubert, 1998) 
(Dussault, 1999) 
JSTOR 1 (Eisenhardt, 1989) 
MIS Quarterly 1 (Kern, Willcocks, & Lacity, 2002) 
Sciencedirect 3 (Aubert, et al., 2004) 
(Lacity, et al., 2009) 
(Willcocks, et al., 1999) 
Totaal  17  
 
Tabel 3: Overzicht publicatiedatum 
Tijdvak publicatie Aantal artikelen 
1985-1989 1  
1995-1999 4 
2000-2004 6  
2005-2009 6  
Totaal 17 
 
2.2. BEANTWOORDING DEELVRAGEN EERSTE CENTRALE VRAAG  
Het beantwoorden van de eerste centrale vraag gebeurt aan de hand van de gestelde deelvragen die 
zijn genoemd in paragraaf 1.5. Hieronder worden de resultaten uit het literatuuronderzoek per 
deelvraag beschreven. 
2.2.1. WAT IS HET RISK ASSESSMENT FRAMEWORK VAN AUBERT EN 
WELKE KENMERKEN HEEFT DEZE? 
Het risk assessment framework (RAF) van Aubert is een conceptueel theoretisch framework voor risk 
assessment (Aubert, 1998). In een review van ITO literatuur door Dibbern (Dibbern, et al., 2004) wordt 
het onderzoek van Aubert gecategoriseerd onder conceptual “outcome”. Het biedt een theoretische 
basis voor het identificeren en classificeren van de voornaamste risk factors en undesirable outcomes 
in een ITO overeenkomst. Het houdt zich bezig met de potentiële undesirable outcomes van ITO 
beslissingen en de risk factors die kunnen leiden naar deze uitkomsten. Dibbern verwijst naar een 
artikel over een risk management framework uit 1998 (Aubert, 1998) waar in totaal zeven undesirable 
outcomes en 16 risk factors zijn opgenomen. Aubert publiceerde in 2005 een uitgebreider model met 
acht undesirable outcomes en 28 risk factors. Het grootste gedeelte van de elementen uit het RAF zijn 
gededuceerd uit de agency-theory en de transaction-cost theory3. De agency-theory houdt zich bezig 
met het probleem bij de klant bij het selecteren van een agent (leverancier) en onderscheidt drie 
soorten boosdoeners, namelijk moreel gevaar, ongunstige selectie en imperfecte commitment. De 
                                                     
3
 Zie Bijlage 3: Referentietheorieën 
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overige elementen zijn afkomstig uit andere literatuur (Aubert, et al., 2005). De undesirable outcomes 
en bijbehorende risk factors zoals genoemd door Aubert zijn: 
 
Unexpected transition and management costs  
Onder unexpected transition costs worden alle onverwachte kosten verstaan die kunnen voorkomen 
bij de transitie van activiteiten naar de leverancier. Onderdelen van transitiekosten zijn o.a. setup 
costs, redeployment costs, relocation costs, parallel-running costs (Aubert, 1998) en in het algemeen 
kosten die voortkomen uit onderbrekingen. Wanneer bijvoorbeeld de leverancier niet in staat is om 
even snel en gepast te reageren als de interne afdeling bij aanvang van het contract. Overige 
unexpected management costs zijn: de tijd die interne employees nodig hebben om de leverancier te 
helpen (Barthélemy, 2001). Risk factors die leiden naar deze uitkomst zijn lack of experience en 
uncertainty of the legal environment. 
 
Switching costs  
Hoge switching costs zijn het gevolg van lock-in. Het lock-in probleem komt voor in situaties wanneer 
contract vernieuwingen nodig zijn (Aubert, 1998). Risk factors zijn asset specifity; small number of 
suppliers; scope en interdependance of activities (Aubert, et al., 2005). 
 
Costly contractual amendments  
Aubert (Aubert, 1998) beschrijft costly contractual amendments als onderdeel van contractuele 
moeilijkheden die ontstaan doordat contractuele aanpassingen vaak nodig zijn door gewijzigde 
behoeften van de klant of incomplete contracten. De oorzaak ligt in de endemische onzekerheid in het 
vastleggen van overeenkomsten (Earl, 1996). Risk factors zijn uncertainty; technological discontinuity 
en task complexity (Aubert, et al., 2005).  
 
Disputes and litigation 
Soms geven wijzigingsverzoeken aanleiding voor geschillen en zelfs procesvoering. Geschillen 
ontstaan ook over contractuele voorwaarden, service niveaus, expertise van personeel etc. (Aubert, 
1998). Risk factors zijn measurement problems; lack of experience; uncertainty about the legal 
environment, poor cultural fit (Aubert, et al., 2005). 
 
Service debasement 
Service kwaliteit en servicekosten zijn twee belangrijke aspecten in IT outsourcing. De literatuur biedt 
voldoende voorbeelden van vervallende service niveaus die het resultaat zijn van outsourcing: slechte 
response tijden, slechte turnaround tijden, late updates van software, applicaties die niet voldoen aan 
de specificaties enzovoort (Aubert, 1998). Risk factors zijn interdependance of activities; lack of 
experience; supplier size; supplier financial stability; measurement problems en task complexity 
(Aubert, et al., 2005). 
 
Cost escalation  
Cost escalation zijn verhoogde kosten die voortkomen uit het opportunistische gedrag van een agent 
(leverancier). De agent kan verleid worden om teveel geld te vragen voor de activiteiten die hij uitvoert 
om een hogere winst te verkrijgen van de relatie (Aubert, 1998). Risk factors zijn lack of experience 
and expertise of the client with contract management; measurement problem en lack of experience of 
the supplier with the activity (Aubert, et al., 2005).  
 
Loss of organizational competency 
Leren over een activiteit en het verkrijgen van expertise en ervaring in het uitvoeren van een activiteit 
verkrijg je pas bij het werkelijk uitvoeren van deze activiteit. Wanneer een activiteit is geoutsourced, 
zal een organisatie waarschijnlijk wat van zijn expertise verliezen. Wanneer de activiteit niet dicht bij 
de core competentie is van de organisatie dan zijn de consequenties niet dramatisch. Echter, als deze 
wel dicht bij de core competenties van het bedrijf komen, kan outsourcing zelfs het vermogen van de 
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organisatie reduceren (Aubert, 1998). Risk factors zijn scope of the activities; proximity to the core 
competency en interdependance of activities (Aubert, et al., 2005). 
 
Hidden service costs 
De agency theorie suggereert dat measurement problems de manifestatie van moreel gevaar 
faciliteren. Dit zal leiden tot kostenescalatie en verborgen service kosten. Hoge onzekerheid en 
complexiteit verhogen de kans op de verschijning van hidden service costs, aangezien ze het 
uitvoeren van een assessment van de kosten moeilijk maken (Aubert, et al., 2005). Risk factors zijn 
complexity of activities; measurement problems en uncertainty (Aubert, et al., 2005). 
 
Conclusie: 
Het risk assessment framework (RAF) van Aubert is een conceptueel theoretisch framework voor risk 
assessment. Voor dit onderzoek wordt gebruik gemaakt van het RAF zoals deze beschreven is door 
Aubert in zijn artikel uit 2005 (Aubert, et al., 2005).  
 
Tabel 4: Kenmerken risk assessment framework Aubert 
Referentietheorieën  Zie Bijlage 3: Referentietheorieën 
Undesirable outcomes Zie Bijlage 1: RAF Aubert 
Risico factoren Zie Bijlage 1: RAF Aubert 
 
2.2.2. WELKE LITERATUUR IS ER BESCHIKBAAR OVER IT OUTSOURCING 
RISK MITIGATION?  
 
In een survey en analyse van de literatuur over IS outsourcing door Dibbern (Dibbern, et al., 2004) 
worden er geen verwijzingen gemaakt naar risk assessment frameworks. Lacity & Willcocks 
(Willcocks, et al., 1999) geven in 1999 aan dat wanneer het aankomt op risico mitigatie er een serieus 
gebrek is aan wetenschappelijke aandacht voor dit onderwerp. Ze zeggen hierover: “In practice, in 
fact, the authors’ detailed review of the last decade finds that there are all too few systematic 
academic studies of types of IT outsourcing risks, their salience and their mitigation.” In hun artikel 
wordt op basis van een framework met risk factors, de risk mitigation strategies onderzocht van een 
enkele casus. 
 
Lacity (Lacity, et al., 2009) heeft in 2009 een review gedaan van IT outsourcing literatuur. Daarbij zijn 
191 artikelen over ITO bekeken, waarvan er 34 betrekking hebben op IT outsourcing risks. Over het 
algemeen werd er in de literatuur evenveel risico verzachtende maatregelen getroffen als ITO risico’s. 
Het advies voor een risico verzachtende maatregel is gerelateerd aan elke specifieke ITO risico. 
 
Sullivan (Sullivan & Ngwenyama, 2005) heeft in zijn onderzoek, naar hoe organisaties uit de publieke 
sector hun IS outsourcing risico’s beheren, een risico framework ontwikkeld om IS outsourcing risico’s 
te identificeren met bijbehorende risico management strategieën. Dezelfde auteurs hebben in een 
later onderzoek uit 2007 hetzelfde framework gebruikt en uitgebreid in een soortgelijk onderzoek. Ze 
zeggen dat dit framework het enige framework is, die ze hebben gevonden in de academische 
literatuur, die alle risico’s en management strategieën identificeert en verzameld in een enkele 
georganiseerde structuur (Ngwenyama & Sullivan, 2007). In de onderzochte literatuur, waaronder 
literatuur die beide werken hebben geciteerd, is geen informatie gevonden die dit gegeven bevestigd 
of verder onderbouwd.  
 
Bahli & Rivard (Bahli & Rivard, 2003) bieden een IT outsourcing risk assessment framework 
bestaande uit scenario’s, risico factoren, gevolgen en mitigation strategieën.  
 
Kern, Willcocks and Lacity(Kern, et al., 2002) bieden een risico analyse en mitigation framework voor 
netsourcing die gebaseerd is op traditionele IT outsourcing. In dit artikel wordt niet ingegaan op de 
onderliggende referentietheorieën en undesirable outcomes, maar worden risk factors en 
bijbehorende risk mitigation strategies behandeld.  
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Mohammed H.A. Tafti (Tafti, 2005) biedt een generiek framework gebaseerd op recente literatuur, 
waarbij de grootste risico categorieën van offshore IT outsourcing worden geïdentificeerd. Het biedt 
een generiek framework voor de bestudering van risk factors. Hoewel het framework niet de nadruk 
legt op risk mitigation strategies, worden deze wel genoemd bij de beschrijving van een aantal risk 
factors.  
 
Sakthivel (Sakthivel, 2007) geeft een risk management framework specifiek voor risico’s en risk 
factors in offshore systems development projecten.  
 
Conclusie 
De ITO risk frameworks van Tafti, Kern, Bahli, Sullivan, Sakthivel en Willcocks4 worden gekozen, 
omdat deze risk mitigation strategies bevatten die het verlies door de ongewenste gebeurtenis 
proberen te reduceren of de waarschijnlijkheid van zulke gebeurtenissen proberen te reduceren. 
 
2.2.3. IN HOEVERRE SLUITEN DE GEVONDEN IT OUTSOURCING RISK 
MITIGATION FRAMEWORKS AAN BIJ DE KENMERKEN VAN HET RISK 
ASSESSMENT FRAMEWORK VAN AUBERT? 
 
Tabel 5: Relatie Frameworks en kenmerken RAF toont hoe de verschillende frameworks aansluiten op 
de kenmerken van het RAF. Het overzicht is het resultaat van een analyse van de literatuur per 
framework. Er is geanalyseerd welke kenmerken van het RAF die in paragraaf 2.2.1 zijn gevonden 
ook gevonden zijn in de betreffende framework. In tabel 5 geeft de kolom referentietheorieën aan of 
de agency en transaction cost theory genoemd worden in het artikel met het betreffende risk 
assessment framework. De kolom “Undesirable outcomes” geeft aan hoeveel undesirable outcomes 
van een risk assessment framework overeenkomen met de undesirable outcomes uit het RAF. De 
kolom “risk factors” geeft weer hoeveel risk factors uit een risk assessment framework overeenkomen 
met de risk factors uit het RAF. 
 
Tabel 5: Relatie Frameworks en kenmerken RAF 
 
Sullivan & Ngwenyama (Sullivan & Ngwenyama, 2005) hebben in hun framework geen kolom met 
undesirable outcomes genoemd, maar in hun beschrijving van de risk factors worden in de meeste 
gevallen de gevolgen van het risico beschreven. In totaal worden op deze manier zes van de acht 
undesirable outcomes die Aubert noemt, ook genoemd in het framework van Sullivan & Ngwenyama. 
 
Conclusie 
In de literatuur is geen risk mitigation model te vinden die exact dezelfde risk factors en undesirable 
outcomes noemt als Aubert. Wel hebben ze allen gedeeltelijke raakvlakken met het framework van 
Aubert. De verschillende framework kunnen daarom wellicht een bijdrage leveren aan het uitbreiden 
van het RAF van Aubert.  
  
                                                     
4
 Zie Bijlage 4: Samenvattende beschrijvingen risk mitigation frameworks 
5
 Zie Bijlage 5: Relatietabel undesirable outcomes en gevonden literatuur 
6




Referentietheorieën Undesirable outcomes5 Risk factors6 
(Sullivan & Ngwenyama, 
2005) 
Twee uit twee 6/8 13/20 
(Bahli & Rivard, 2003) Twee uit twee 4/8 10/20 
(Sakthivel, 2007) Niet genoemd 1/8 1/20 
(Kern, et al., 2002) Niet genoemd 2/8 5/20 
(Tafti, 2005) Niet genoemd 8/8 4/20 
(Willcocks, et al., 1999) Niet genoemd 2/8 3/20 
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2.2.4. WELKE BEKENDE RISK MITIGATION STRATEGIES SLUITEN AAN BIJ 
DE UNDESIRABLE OUTCOMES VAN HET RISK ASSESSMENT 
FRAMEWORK VAN AUBERT EN VERMINDEREN DE IMPACT VAN EEN 
UNDESIRABLE OUTCOME? 
 
De risk mitigation strategies uit de gevonden artikelen met risk mitigation frameworks zijn onderzocht 
en gecategoriseerd naar de undesirable outcomes van Aubert.  
 
Unexpected transition and management costs  
Er zijn drie risico management strategieën die de impact van onverwachte transitie en management 
kosten verminderen (Sullivan & Ngwenyama, 2005): 
1. Sign detailed contracts, not sketchy, open-ended contracts.  
2. Prepare detailed estimates of the cost to manage the contract once it is implemented. 
3. Require vendor firms to specify all costs associated with transitioning services from the 
outsourcing firm to the vendor organization. 
De drie strategieën hebben gemeen dat ze betrekking hebben op het van te voren specificeren van 
details over verwachte kosten en de mate van detail die nodig is. De meeste bedrijven weten niet wat 
ze aan transitiekosten hebben uitgegeven totdat de transitie afgerond is (Barthélemy, 2001). 
 
Aubert (Aubert, et al., 2005) ontdekt uit zijn onderzoek een soortgelijke risk mitigation strategy, 
namelijk het toepassen van een extensive planning. Daarnaast onderkent hij ook het overdragen van 
deze kosten naar de leverancier via een contract, als een effectieve risk mitigation strategy.  
 
Bahli & Rivard (Bahli & Rivard, 2003) noemen het gebruik van clan mechanismen voor het 
beïnvloeden van gedrag. De invloed komt dan voort uit gedeelde doelen, waarden en normen. Het 
heeft als doel om onzekerheid te reduceren. Onzekerheid wordt echter in het RAF van Aubert niet 
genoemd als een risk factor voor unexpected transition and management costs.  
 
Kern (Kern, et al., 2002) noemt de term transitiefalen. Er wordt geen beschrijving gegeven wanneer 
een transitie faalt. De bijbehorende risk mitigation strategy lijkt op die van Sullivan &Ngwenyama. Tafti 
(Tafti, 2005) noemt wel het risico van onverwachte transitiekosten, maar noemt geen risk mitigation 
strategies.  
 
Switching costs  
Bahli & Rivard (Bahli & Rivard, 2003) noemen het spreiden van risico door dual sourcing. Door het 
verspreiden van het risico, wordt de klant beschermd van lock-in. Het uitgangspunt is dat de klant 
beschermd wordt van genoegzaamheid van een enkele leverancier. Dual sourcing is een nuttige 
strategie, omdat het voorkomt dat je gevangen wordt gehouden door één leverancier (Aubert, et al., 
2005).  
 
Tafti (Tafti, 2005) noemt het toevoegen van clausules met betrekking op menselijke en materiële 
omkeerbaarheid. Contracten waarin geen rekening is gehouden met deze clausules kunnen er voor 
zorgen dat een bedrijf niet meer kan voldoen aan zijn IT behoeften wanneer de relatie met de 
leverancier eindigt.  
 
Costly contractual amendments  
Voor deze undesirable outcome zijn geen mitigerende strategieën gevonden die direct de impact van 
de undesirable outcome verzachten.  
 
Disputes and litigation  
Bahli & Rivard (Bahli & Rivard, 2003) bieden twee strategieën voor het mitigeren van deze risico:  
• Mediation, waarbij partijen op vrijwillige basis een geschil willen oplossen met de hulp van een 
vakkundige facilitator. Mediation faciliteert het onderhandelingsproces door het overtuigen van 
beide partijen dat een overeenkomst beter is dan het voortzetten van procesvoering. 
• Arbitrage, waarbij een neutrale partij wordt gekozen om de casus aan te horen en een 
wettelijk bindend oordeel te geven. Arbitrage kan nuttig zijn voor outsourcing contracten die 
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omgaan met hele technische kwesties, aangezien het gebruik maakt van goed geïnformeerde 
arbiters uit de industrie. Twee maatregelen dienen in de overeenkomst overwogen te worden, 
namelijk:  
1. een simpele procedure zodat de partijen in staat worden gesteld om een klacht 
door te geven en vervolgens deel te nemen aan een simpele onderhandeling of 
mediation proces.  
2. een ‘expert clausule’ die het mogelijk maken om een bepaalde kwestie te laten 
oplossen door een geschikte genomineerde expert.  
 
Sakthivel (Sakthivel, 2007) en Aubert (Aubert, et al., 2005) noemen gelijksoortige risk mitigation 
strategies. Sakthivel noemt het gebruik van een assisterende instantie en Aubert een arbitrage 
commissie.  
 
Service debasement  
Sullivan & Ngwenyama (Sullivan & Ngwenyama, 2005) noemen dat service niveaus kunnen 
verminderen door het gebrek aan ervaring van de klant in ITO, waardoor de leverancier een voordeel 
heeft in de onderhandelingen van het contract. Deze relatie tussen risk factor en undesirable outcome 
wordt niet expliciet onderkend in het RAF van Aubert.  
 
Bahli & Rivard (Bahli & Rivard, 2003) beschouwen service debasement als een gevolg van de 
scenario’s lock-in, dure contractuele aanpassingen, onverwachte transitie- en managementkosten en 
geschillen en procesvoering. Er worden in hun framework geen specifieke risk mitigation strategies 
genoemd voor service debasement. 
 
Tafti (Tafti, 2005) noemt boetes voor non-performance. Hij noemt dat cash penalties een gebruikelijke 
en effectieve manier zijn om een organisatie te beschermen tegen herhaaldelijke incidenten van het 
verval van de dienstverlening. Aubert (Aubert, et al., 2005) vond dezelfde strategie terug in zijn 
onderzoek. Daarnaast was ook een gedetailleerde meting of benchmarking een wijze om het risico te 
verminderen.  
 
Cost escalation  
Sullivan & Ngwenyama (Sullivan & Ngwenyama, 2005) noemen de mogelijkheid om boete en 
beloningsclausules op te nemen om het gedrag van de leverancier te beïnvloeden. Tafti (Tafti, 2005) 
geeft aan dat een organisatie exorbitante bedragen kan betalen voor diensten die zich boven de 
standaard dienstverlening bevinden. Tafti noemt echter geen risk mitigation strategies. Aubert (Aubert, 
et al., 2005) geeft aan dat, naast het gebruik van interne competitie, ook het meten van de 
dienstverlening gebruikt kan worden.  
 
Loss of organizational competency 
Sullivan & Ngwenyama (Sullivan & Ngwenyama, 2005) noemt drie strategieën die aansluiten, 
namelijk: 
• Neem gepaste stappen om sleutelpersoneel en hun specifieke kennis te behouden binnen de 
organisatie; 
• Werk met de leverancier om een uitgebreid plan te ontwikkelen voor het overdragen van 
kennis;  
• Ontwikkel gedetailleerde plannen bij rampscenario’s. 
 
Aubert (Aubert, et al., 2005) noemt de zorgvuldige selectie van activiteiten die je wilt outsourcen. Tafti 
(Tafti, 2005) noemt wel het risico, maar geeft geen risk mitigation strategies.  
 
Hidden service costs 
Sullivan & Ngwenyama (Sullivan & Ngwenyama, 2005), en Aubert (Aubert, et al., 2005) noemen 
respectievelijk de volgende risk mitigation strategies: 
1. Boete- en beloningsclausules; 
2. Transitieperiode met een terugtrekclausule van één jaar waarin de klant en leverancier 
gepaste niveaus van dienstverlening noemen inclusief meetniveaus.  
 




Risicomanagement van IT outsourcing   18/112  
Conclusie 
Er zijn verschillende risk mitigation strategies te vinden die aansluiten op de undesirable outcomes. 
De gekozen strategieën worden in onderstaand schema weergegeven. De strategieën zijn gekozen, 
omdat ze vanuit de theorie aansluiten op de undesirable outcomes van Aubert. 
 
Tabel 6: Risk mitigation strategies voor undesirable outcomes 
Undesirable outcome: Risk mitigation strategy 
Unexpected transition 
and management costs 
(Cross, 1995; Earl, 1996; 
Nelson et al., 1996) 
 
1. Adopting extensive planning (Aubert, et al., 2005) 
2. Transferring these costs through contract structure to supplier. (Aubert, et al., 2005) 
3. Sign detailed contracts, not sketchy, open-ended contracts. (Sullivan & Ngwenyama, 
2005) 
4. Prepare detailed estimates of the cost to manage the contract once it is implemented. 
(Sullivan & Ngwenyama, 2005) 
5. Require vendor firms to specify all costs associated with transitioning services from the 
outsourcing firm to the vendor organization. (Sullivan & Ngwenyama, 2005) 
Switching costs (including 
lock-in, repatriation, and 
transfer to another supplier) 
(O’Leary, 1990) 
1. Dual Sourcing (Aubert, 1998; Bahli & Rivard, 2003; Kern, et al., 2002) 
2. Include material and human reversibility clauses (Tafti, 2005) 
Costly contractual 
amendments (Earl, 1996) 
Not available 
Disputes and litigation 
(Aubert et al., 1999a; Lacity & 
Hirschheim, 1993) 
 
1. Alternative methods for dispute resolution: mediation and arbitration (Aubert, et al., 2005; 
Bahli & Rivard, 2003; Sakthivel, 2007) 
2. Provision in contract for a bi-partian, virtual committee that can act in these instances to 
deliver fair and binding resolution to disputes. (Tafti, 2005) 
Service debasement 
(Lacity & Hirschheim,1993) 
1. Penalties for non-performance (Tafti, 2005) 
2. Detailed measurement and benchmarking (paired with penalties) (Aubert, et al., 2005; 
Tafti, 2005) 
Cost escalation (Lacity and 
Hirschheim, 1993; Lacity et al., 
1995) 
1. Include penalty and incentive clauses in the contract to manage the vendor’s behavior. 
(Ngwenyama & Sullivan, 2007) 
2. Detailed measurement and benchmarking (Aubert, et al., 2005) 
3. Use of internal competition (Aubert, et al., 2005) 
Loss of organizational 
competency (Dorn, 1989; Earl, 
1996; Lacity et al., 1995) 
1. Take appropriate steps to retain key personnel and their specific knowledge within the 
organization. (Ngwenyama & Sullivan, 2007) 
2. Develop detailed disaster recovery plans. (Ngwenyama & Sullivan, 2007) 
3. Work with vendor to develop comprehensive plan for knowledge transfer. (Ngwenyama 
& Sullivan, 2007) 
4. Carefully select the activities to outsource. (Aubert, et al., 2005) 
Hidden service costs 
(Lacity & Hirschheim, 1993) 
1. Include penalty and incentive clauses in the contract to manage the vendor’s behavior. 
(Ngwenyama & Sullivan, 2007) 
2. Impose a one-year transition period over which client and supplier defined the adequate 
levels of performance and their measure. Keep a retracting clause over the transition 
period to allow returning to internal governance when unsatisfied. (Aubert, et al., 2005) 
 
2.2.5. WELKE BEKENDE RISK MITIGATION STRATEGIES SLUITEN AAN BIJ 
DE RISK FACTORS VAN HET RISK ASSESSMENT FRAMEWORK VAN 
AUBERT EN VERMINDEREN DE KANS OP EEN UNDESIRABLE OUTCOME? 
 
Op basis van de gevonden artikelen met risk mitigation frameworks is gezocht naar risk mitigation 
strategies die aansluiten op de risk factors van Aubert. De gevonden risk mitigation strategies worden 
hieronder beschreven. 
 
Lack of experience and expertise of the client with the activity  
Wanneer een activiteit vóór het outsourcen al slecht wordt gemanaged, dan is de kans groot dat na 
het outsourcen, de activiteit ook slecht zal worden gemanaged (Earl, 1996). Sullivan & Ngwenyama 
(Sullivan & Ngwenyama, 2005) geven aan dat dit gebrek aan ervaring gemanaged kan worden door 
het inhuren van externe expertise. Ook Bahli en Rivard (Bahli & Rivard, 2003) geven het gebruik van 
externe expertise aan. 
 
Lack of experience of the client with outsourcing  
Bahli en Rivard (Bahli & Rivard, 2003) noemen het gebruik van externe expertise als strategie. Ook is 
het incrementeel aanpakken van outsourcen door middel van kleine projecten om ervaring op te doen 
een strategie die in de praktijk kan worden gebruikt (Kern, et al., 2002; Ngwenyama & Sullivan, 2007; 
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Willcocks, et al., 1999). Wanneer dit soort pilot tests echter te klein zijn, is de leercurve te laag, zijn de 
capaciteiten van de leverancier niet volledig getest en worden verwachte voordelen niet gerealiseerd 
(Lacity, et al., 2009). 
 
Uncertainty about the legal environment 
In de literatuur zijn geen specifieke risico mitigation strategies gevonden.  
 
Asset specificity  
Strategieën die genoemd worden in de literatuur zijn; het voorkomen van investeringen in 
bedrijfseigen technologieën (Sullivan & Ngwenyama, 2005); wederzijdse gijzeling (Bahli & Rivard, 
2003); clausule in het contract die een leverancier noodzaakt om te assisteren bij een transitie naar 
een andere leverancier (Ngwenyama & Sullivan, 2007).  
 
Small number of suppliers  
In de literatuur is de strategie voornamelijk om zorgvuldig te zijn in het uitzoeken van een leverancier, 
door de professionele referenties goed door te nemen (Ngwenyama & Sullivan, 2007).  
 
Scope (of contract) 
Om de scope te reduceren van een outsourcing deal is het een strategie om te kiezen voor selectief 
outsourcen in plaats van total outsourcing7. Het probleem met selectief outsourcen is dat er kritische 
beslissingen moeten worden gemaakt over welke IT-functies intern blijven en welke functies vertrouwd 
worden aan de externe leverancier (Tafti, 2005). 
 
Interdependence of activities  
In de literatuur zijn er geen specifieke risk mitigation strategies gevonden. Bahli en Rivard (Bahli & 
Rivard, 2003) noemen wel verbondenheid en een bijbehorende risk mitigation strategie, namelijk die 
van clan mechanismen, maar dit mechanisme reduceert niet de afhankelijkheid van activiteiten die 
nodig is om switching costs te voorkomen.  
 
Uncertainty 
Er zijn drie soorten onzekerheden (Bahli & Rivard, 2003): 
• Omgeving: de vluchtigheid van de omgeving of de snelheid waarmee de markt en vraag 
verandert; 
• Technologische continuïteit; 
• Aard van activiteiten in de outsourcing deal. 
Elke verhoging in onzekerheid verhoogt de beloning voor opportunistisch gedrag, wanneer contracten 
moeten worden aangepast. 
Twee risk mitigation strategies worden in de literatuur genoemd: 
1. Onderhandelen van flexibele contracten die heronderhandeld kunnen worden op specifieke 
intervallen. (Bahli & Rivard, 2003; Sullivan & Ngwenyama, 2005) 
2. Gebruik van sequentiële contracten. Onzekerheid vereist procedures voor het sequentiële 
besluitvorming binnen de lopende relatie. (Aubert, et al., 2005; Bahli & Rivard, 2003). 
 
Technological discontinuity  
Sullivan & Ngwenyama (Sullivan & Ngwenyama, 2005) noemen het ontwikkelen van gedetailleerde 
technologische transitieplannen met de leverancier. De leverancier dient de vervangende technologie 
te specificeren.  
 
Task complexity 
In de literatuur zijn geen specifieke risk mitigation strategies gevonden.  
 
Lack of experience and expertise of the client and/or of the supplier with outsourcing contracts  
Wanneer een leverancier weinig ervaring heeft met outsourcing contracten dan kunnen er twee risk 
mitigation strategies gebruikt worden (Sullivan & Ngwenyama, 2005): 
                                                     
7
 Overdracht van IT activa, huurcontracten, personeel en management verantwoordelijkheid voor de 
levering van IT diensten van een interne IT afdeling naar een derde partij.  
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• het inhuren van een professionele projectmanager om zowel het contract als de leverancier te 
managen vanuit het klantperspectief die handelt als een advocaat van de doelstellingen van 
de organisatie.  
• Het uitvoeren van een uitgebreide review van de achtergrond van alle potentiële leveranciers, 
door het controleren van hun referenties.  
 
Poor cultural fit 
Aubert (Aubert, et al., 2005) geeft aan dat formele cultuurevaluatie een uitkomst kan bieden bij een 
slechte culturele overeenstemming. Een mogelijkheid is om een expert in internationale relaties te 
consulteren om dit risico te verminderen (Sakthivel, 2007). 
 
Lack of experience and expertise of the supplier with the activity 
In de literatuur zijn er geen specifiek risk mitigation strategies gevonden. 
 
Supplier size  
Een leverancier moet in staat zijn om, wanneer gekwalificeerd personeel vertrekt, gekwalificeerd 
personeel aan te trekken om de functies van de klant uit voeren. Een strategie die kan worden 
toegepast: voorzichtig de grootte van de leverancier overwegen, voordat je een contract voor de 
langere termijn ondertekent (Sullivan & Ngwenyama, 2005).  
 
Een financieel instabiele leverancier kan voor problemen zorgen voor de klant. De volgende 
maatregelen kunnen dit risico voorkomen:  
1. Overweeg voorzichtig de financiële stabiliteit van de leverancier (Sullivan & Ngwenyama, 
2005).  
2. Selecteer een leverancier met een gezonde financiële positie, stabiele klanten en stabiele 
strategische partners. (Bahli & Rivard, 2003) 
3. Zorg ervoor dat de leverancier een acceptabele winst heeft op de verbintenis. (Sullivan & 
Ngwenyama, 2005). 
 
Mocht het toch misgaan bij de leverancier dan kunnen de volgende strategieën gebruikt worden 
(Sullivan & Ngwenyama, 2005):  
1. Plaats de source code van de leverancier onder escrow in het geval van faillissement. 
2. Plaats een confirmable letter of credit bij een bank. 
3. Vereis notificatie van veranderingen in de financiële positie van de leverancier. 
4. Vereis een clausule in het contract die faciliteert bij het overdragen van activiteiten naar de 
klant of een andere leverancier.  
 
Measurement problems  
Sullivan & Ngwenyama (Sullivan & Ngwenyama, 2005) biedt vijf verschillende risk mitigation 
strategies. Deze worden bij de conclusie genoemd. 
 
Lack of experience and expertise of the client with contract management  
Bahli en Rivard (Bahli & Rivard, 2003) noemen het gebruik van externe expertise als strategie. Het 
inhuren van een ervaren consultant om te assisteren in de creatie en het managen van het contract is 
ook een managementstrategie. (Sullivan & Ngwenyama, 2005) 
 
Scope of the activities 
In de literatuur zijn geen specifieke risk mitigation strategies gevonden. 
 
Proximity to the core competency  
Twee strategieën worden onderkend in de literatuur: 
1. Maak een duidelijk onderscheid tussen IS-activiteiten en functies en vereis bindende verzwijging 
en non-concurrentie clausules in het contract. (Sullivan & Ngwenyama, 2005) 
2. Selecteer zorgvuldig activiteiten om te outsourcen en outsource geen core-activiteiten. (Aubert, et 
al., 2005) 
 
Complexity of the activities 
In de literatuur zijn geen specifieke risk mitigation strategies gevonden. 
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Conclusie 
In de literatuur zijn er risk mitigation strategies die aansluiten op de verschillende risk factors van het 
RAF van Aubert. De gekozen strategieën worden in onderstaande schema weergegeven. Dit zijn de 
strategieën die zijn gekozen, omdat ze vanuit de theorie aansluiten op de risk factors van Aubert. 
 
Tabel 7: Risk mitigation strategies voor risk factors 
Factors leading to 
undesirable outcome: 
Risk mitigation strategy 
Lack of experience and 




1. Use of external expertise (Bahli & Rivard, 2003; Sullivan & Ngwenyama, 2005) 
a. Hire a professional information systems project manager who is familiar with 
the technology to manage the contract (Sullivan & Ngwenyama, 2005) 
b. Hire an experienced consultant to perform an independent verification and 
validation function on the contract (Sullivan & Ngwenyama, 2005) 
Lack of experience of the 
client with outsourcing  
 
 
1. Use of external expertise (Bahli & Rivard, 2003; Sullivan & Ngwenyama, 2005) 
2. Outsource incrementally with small projects and gain experience over time. (Kern, et al., 
2002; Ngwenyama & Sullivan, 2007; Willcocks, et al., 1999) 
3. Thorough supplier selection process Multi-disciplinary group for supplier selection 
(Willcocks, et al., 1999) 
4. Careful analysis of need precontract (Willcocks, et al., 1999) 
Uncertainty about the legal 
environment 
None found 
Asset specificity  
 
1. Avoid propriety technologies and employ mainstream technologies as much as possible. 
If a specific technology is required, ensure that adequate capability is maintained within 
the organization to support the technology. (Sullivan & Ngwenyama, 2005) 
a. Specification of commercially available alternative technologies to avoid vendor 
lock-in due to asset specificity or proprietary technology. (Ngwenyama & 
Sullivan, 2007) 
2. Reciprocal exposure to specific assets, that is mutual hostaging. (For instance, the client 
may invest in the supplier’s learning of the company’s processes, tools and methods and 
the supplier may also invest in physical equipment, site relocation, human resources 
learning, etc.) (Bahli & Rivard, 2003) 
3. Termination assistance clause requiring the vendor to assist in the transition to another 
vendor to avoid lock-in due to high switching costs (Ngwenyama & Sullivan, 2007) 
Small number of suppliers 1. Check professional references thoroughly. (Ngwenyama & Sullivan, 2007) 
Scope (of contract) 1. Selective outsourcing instead of total outsourcing. (Tafti, 2005) 
Interdependence of activities  None found 
Uncertainty  
 
1. Negotiate flexible contracts that can be renegotiated at specified intervals. (Bahli & 
Rivard, 2003; Sullivan & Ngwenyama, 2005) 
2. Using sequential contracts (Aubert, et al., 2005; Bahli & Rivard, 2003) 
Technological discontinuity  
 
1. Develop thorough technology transition plans with the vendor. Ensure that vendor 
specifies replacement technology. (Sullivan & Ngwenyama, 2005) 
Task complexity None found 
Lack of experience and 
expertise of the client and/or 
of the supplier with 
outsourcing contracts 
1. Hire a professional project manager to manage both the contract and the vendor from the 
outsourcing organization’s side of the relationship and act as an advocate for the 
organization’s goals. (Sullivan & Ngwenyama, 2005) 
2. Perform a comprehensive background review of all potential vendors and check their 
references. (Sullivan & Ngwenyama, 2005) 
Poor cultural fit 
 
1. Formal culture evaluation (to reduce likelihood of dispute) (Aubert, et al., 2005) 
2. Consult experts in international relations (Sakthivel, 2007) 
Lack of experience and 
expertise of the supplier with 
the activity 
None found 
Supplier size 1. Carefully consider a potential vendor’s size and financial stability. (Sullivan & 
Ngwenyama, 2005) 
Supplier financial instability 1. Carefully consider a potential vendor’s size and financial stability. (Sullivan & 
Ngwenyama, 2005) 
a. Select supplier with sound financial position, stable customers and stable 
strategic partners; understand if and how supplier earns a profit. (Bahli & 
Rivard, 2003) 
2. Ensure that the vendor achieves an acceptable profit on the engagement. (Sullivan & 
Ngwenyama, 2005) 
3. Place vendor source code in escrow in case of bankruptcy or cessation of operation. 
(Sullivan & Ngwenyama, 2005) 
4. Post a confirmable letter of credit on a prime bank as surety of performance to ensure 
vendor solvency and adequate performance under the contract. . (Ngwenyama & 
Sullivan, 2007) 
5. Prompt notification of changes in financial position or adverse developments to ensure 
vendor solvency . Require notification of premature termination of contract. (Bahli & 
Rivard, 2003; Sakthivel, 2007) 
6. Require transfer clause to facilitate moving the activity back to the customer or another 
supplier (Bahli & Rivard, 2003) 
Open Universiteit 
Risicomanagement van IT outsourcing   22/112  
Measurement problems 1. Avoid signing incomplete contracts. Organizations should make sure that they specify all 
relevant service levels and how they will be measured. (Sullivan & Ngwenyama, 2005) 
2. Specify outcome-based performance metrics rather than work-based performance 
metrics. (Sullivan & Ngwenyama, 2005) 
3. Retain key personnel and their specific knowledge on performance monitoring teams. 
(Sullivan & Ngwenyama, 2005) 
4. Prepare detailed estimates for the management of the contract. (Ngwenyama & Sullivan, 
2007) 
5. Construct a detailed project management plan. (Ngwenyama & Sullivan, 2007) 
Lack of experience and 
expertise of the client with 
contract management 
1. Use of external expertise (Bahli & Rivard, 2003; Sullivan & Ngwenyama, 2005) 
a. Hire an experienced outsourcing consultant to assist in the creation and 
management of the contract. (Sullivan & Ngwenyama, 2005) 
Scope of the activities None found 
Proximity to the core 
competency 
1. Make clear and distinct seperations of IS-activities and functions and require binding non-
disclosure and non-compete clauses within the contract. (Sullivan & Ngwenyama, 2005) 
2. Carefully select activities to outsource and do not outsource core activities. (Aubert, et al., 
2005) 
 
Complexity of the activities None found 
 
2.3. EINDCONCLUSIE 
Op basis van de antwoorden op de deelvragen kan de eindconclusie worden getrokken. De te 
beantwoorden centrale vraag is: 
Welke risk mitigation strategies sluiten aan op de undesirable outcomes en risk factors van het 
risk assessment framework van Aubert en kunnen tezamen met het risk assessment 
framework als referentiemodel dienen voor dit onderzoek. 
Uiteindelijk zijn in de literatuur een aantal IT outsourcing risk assessment frameworks (Aubert, et al., 
2005; Bahli & Rivard, 2003; Kern, et al., 2002; Sakthivel, 2007; Tafti, 2005; Willcocks, et al., 1999) met 
risk mitigation strategies gevonden die aansluiten bij de kenmerken van het RAF (Bijlage 5: 
Relatietabel undesirable outcomes en gevonden literatuur; Bijlage 6: Relatietabel risk factors en 
gevonden literatuur)  
 
Op basis van de gevonden risk mitigation strategies is het risk assessment framework van Aubert 
uitgebreid. Tabel 8: Uitgebreid RAF van Aubert toont het resultaat van het literatuuronderzoek. Deze 
tabel dient als basis voor het referentiemodel die gebruikt is voor de rest van dit onderzoek. 
Tabel 8: Uitgebreid RAF van Aubert 
Risk mitigation strategies as found in literature - RAF volgens Aubert 
Factors leading to 
outcome +  
Undesirable 
outcomes 
- Adopting extensive planning (Aubert, et al., 2005) 
- Transferring these costs through contract structure to supplier. 
(Aubert, et al., 2005) 
- Sign detailed contracts, not sketchy, open-ended contracts. (Sullivan 
& Ngwenyama, 2005) 
- Prepare detailed estimates of the cost to manage the contract once it 
is implemented. (Sullivan & Ngwenyama, 2005) 
- Require vendor firms to specify all costs associated with transitioning 
services from the outsourcing firm to the vendor organization. 
(Sullivan & Ngwenyama, 2005) 
 Unexpected transition 
and management 
costs 
(Cross, 1995; Earl, 
1996; 
Nelson et al., 1996) 
 
- Use of external expertise (Bahli & Rivard, 2003; Sullivan & 
Ngwenyama, 2005) 
o Hire a professional information systems project manager 
who is familiar with the technology to manage the contract 
(Sullivan & Ngwenyama, 2005) 
o Hire an experienced consultant to perform an independent 
verification and validation function on the contract (Sullivan 
& Ngwenyama, 2005) 
- Lack of 
experience and 
expertise of the 
client with the 
activity (Earl, 
1996; Lacity et al., 
1995, Sappington, 
1991) 
- Use of external expertise (Bahli & Rivard, 2003; Sullivan & 
Ngwenyama, 2005) 
- Lack of 
experience of the 
Open Universiteit 
Risicomanagement van IT outsourcing   23/112  
- Outsource incrementally with small projects and gain experience over 
time. (Kern, et al., 2002; Ngwenyama & Sullivan, 2007; Willcocks, et 
al., 1999) 
- Thorough supplier selection process Multi-disciplinary group for 
supplier selection (Willcocks, et al., 1999) 





- None found - Uncertainty about 
the legal 
environment 
- Dual Sourcing (Aubert, 1998; Bahli & Rivard, 2003; Kern, et al., 2002) 
- Include material and human reversibility clauses (Tafti, 2005) 
 Switching costs 
(including lock-in, 
repatriation, and 
transfer to another 
supplier) (O’Leary, 
1990) 
- Avoid propriety technologies and employ mainstream technologies as 
much as possible. If a specific technology is required, ensure that 
adequate capability is maintained within the organization to support 
the technology. (Sullivan & Ngwenyama, 2005) 
o Specification of commercially available alternative 
technologies to avoid vendor lock-in due to asset specificity 
or proprietary technology. (Ngwenyama & Sullivan, 2007) 
- Reciprocal exposure to specific assets, that is mutual hostaging. (For 
instance, the client may invest in the supplier’s learning of the 
company’s processes, tools and methods and the supplier may also 
invest in physical equipment, site relocation, human resources 
learning, etc.) (Bahli & Rivard, 2003) 
- Termination assistance clause requiring the vendor to assist in the 
transition to another vendor to avoid lock-in due to high switching 
costs (Ngwenyama & Sullivan, 2007) 
- Asset specificity 
(Williamson, 
1985) 
- Check professional references thoroughly. (Ngwenyama & Sullivan, 
2007) 
- Small number of 
suppliers (Nam et 
al., 1996) 
- Selective outsourcing instead of total outsourcing. (Tafti, 2005) - Scope 




- Negotiate flexible contracts that can be renegotiated at specified 
intervals. (Bahli & Rivard, 2003; Sullivan & Ngwenyama, 2005) 








- Develop thorough technology transition plans with the vendor. Ensure 




(Lacity et al., 
1995) 
- None found - Task complexity 
- Alternative methods for dispute resolution: mediation and arbitration 
(Aubert, et al., 2005; Bahli & Rivard, 2003; Sakthivel, 2007) 
- Provision in contract for a bi-partian, virtual committee that can act in 
these instances to deliver fair and binding resolution to disputes. 
(Tafti, 2005) 
 Disputes and litigation 
(Aubert et al., 1999a; 
Lacity & Hirschheim, 
1993) 
 
- Avoid signing incomplete contracts. Organizations should make sure 
that they specify all relevant service levels and how they will be 
measured. (Sullivan & Ngwenyama, 2005) 
- Specify outcome-based performance metrics rather than work-based 
performance metrics. (Sullivan & Ngwenyama, 2005) 
- Retain key personnel and their specific knowledge on performance 
monitoring teams. (Sullivan & Ngwenyama, 2005) 
- Prepare detailed estimates for the management of the contract. 
(Ngwenyama & Sullivan, 2007) 




& Demsetz, 1972; 
Barzel, 1982) 
- Hire a professional project manager to manage both the contract and 
the vendor from the outsourcing organization’s side of the 
relationship and act as an advocate for the organization’s goals. 
(Sullivan & Ngwenyama, 2005) 
- Perform a comprehensive background review of all potential vendors 
and check their references. (Sullivan & Ngwenyama, 2005) 
- Lack of 
experience and 
expertise of the 




1996; Lacity et al., 
1995) 
- None found - Uncertainty about 
the legal 
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environment 
- Formal culture evaluation (to reduce likelihood of dispute) (Aubert, et 
al., 2005) 
- Consult experts in international relations (Sakthivel, 2007) 
- Poor cultural fit 
- Penalties for non-performance (Tafti, 2005) 
- Detailed measurement and benchmarking (paired with penalties) 
(Aubert, et al., 2005; Tafti, 2005) 
 Service debasement 
(Lacity & Hirschheim, 
1993) 
 
- None found - Interdependence 
of activities 
(Aubert et al., 
1997; Langlois & 
Robertson, 1992) 
- Use of external expertise (Bahli & Rivard, 2003; Sullivan & 
Ngwenyama, 2005) 
- Hire a professional information systems project manager who is 
familiar with the technology to manage the contract (Sullivan & 
Ngwenyama, 2005) 
- Hire an experienced consultant to perform an independent 
verification and validation function on the contract (Sullivan & 
Ngwenyama, 2005) 
- Lack of 
experience and 
expertise of the 
supplier with the 
activity (Earl, 
1996) 
- Carefully consider a potential vendor’s size and financial stability. 
(Sullivan & Ngwenyama, 2005) 
- Supplier size 
(Earl, 1996) 
- Carefully consider a potential vendor’s size and financial stability. 
(Sullivan & Ngwenyama, 2005) 
- Select supplier with sound financial position, stable customers and 
stable strategic partners; understand if and how supplier earns a 
profit. (Bahli & Rivard, 2003) 
- Ensure that the vendor achieves an acceptable profit on the 
engagement. (Sullivan & Ngwenyama, 2005) 
- Place vendor source code in escrow in case of bankruptcy or 
cessation of operation. (Sullivan & Ngwenyama, 2005) 
- Post a confirmable letter of credit on a prime bank as surety of 
performance to ensure vendor solvency and adequate performance 
under the contract. . (Ngwenyama & Sullivan, 2007) 
- Prompt notification of changes in financial position or adverse 
developments to ensure vendor solvency . Require notification of 
premature termination of contract. (Bahli & Rivard, 2003; Sakthivel, 
2007) 
- Require transfer clause to facilitate moving the activity back to the 
customer or another supplier (Bahli & Rivard, 2003) 
- Supplier financial 
instability (Earl, 
1996 ) 
- Avoid signing incomplete contracts. Organizations should make sure 
that they specify all relevant service levels and how they will be 
measured. (Sullivan & Ngwenyama, 2005) 
- Specify outcome-based performance metrics rather than work-based 
performance metrics. (Sullivan & Ngwenyama, 2005) 
- Retain key personnel and their specific knowledge on performance 
monitoring teams. (Sullivan & Ngwenyama, 2005) 
- Prepare detailed estimates for the management of the contract. 
(Ngwenyama & Sullivan, 2007) 




& Demsetz, 1972; 
Barzel, 1982) 
- None found - Task complexity 
- Include penalty and incentive clauses in the contract to manage the 
vendor’s behavior. (Ngwenyama & Sullivan, 2007) 
- Detailed measurement and benchmarking (Aubert, et al., 2005) 
- Use of internal competition (Aubert, et al., 2005) 
 
Cost escalation (Lacity 
and Hirschheim, 1993; 
Lacity et al., 1995) 
 
- Use of external expertise (Bahli & Rivard, 2003; Sullivan & 
Ngwenyama, 2005)  
- Hire an experienced outsourcing consultant to assist in the creation 
and management of the contract. (Sullivan & Ngwenyama, 2005)  
- Specify outcome-based performance metrics rather than work-based 
performance metrics. (Sullivan & Ngwenyama, 2005) 
- Retain key personnel and their specific knowledge on performance 
monitoring teams. (Sullivan & Ngwenyama, 2005) 
- Lack of 
experience and 
expertise of the 
client with contract 
management 
(Earl,1996; Lacity 
et al., 1995) 
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- Construct a detailed project management plan. (Ngwenyama & 
Sullivan, 2007)  
- Avoid signing incomplete contracts. Organizations should make sure 
that they specify all relevant service levels and how they will be 
measured. (Sullivan & Ngwenyama, 2005) Prepare detailed 




& Demsetz, 1972; 
Barzel, 1982) 
- None found - Lack of 
experience and 
expertise of the 
supplier with the 
activity (Earl, 
1996) 
- Take appropriate steps to retain key personnel and their specific 
knowledge within the organization. (Ngwenyama & Sullivan, 2007) 
- Develop detailed disaster recovery plans. (Ngwenyama & Sullivan, 
2007) 
- Work with vendor to develop comprehensive plan for knowledge 
transfer. (Ngwenyama & Sullivan, 2007) 
- Carefully select the activities to outsource. (Aubert, et al., 2005) 
 Loss of organizational 
competency (Dorn, 
1989; 
Earl, 1996; Lacity et 
al., 
1995) 
- None found - Scope of the 
activities 
- Make clear and distinct seperations of IS-activities and functions and 
require binding non-disclosure and non-compete clauses within the 
contract. (Sullivan & Ngwenyama, 2005) 
- Carefully select activities to outsource and do not outsource core 
activities. (Aubert, et al., 2005) 








- Include penalty and incentive clauses in the contract to manage the 
vendor’s behavior. (Ngwenyama & Sullivan, 2007) 
- Impose a one-year transition period over which client and supplier 
defined the adequate levels of performance and their measure. Keep 
a retracting clause over the transition period to allow returning to 
internal governance when unsatisfied. (Aubert, et al., 2005) 
 Hidden service costs 
(Lacity & Hirschheim, 
1993) 
 
- None found - Complexity of the 
activities 
 
- Avoid signing incomplete contracts. Organizations should make sure 
that they specify all relevant service levels and how they will be 
measured. (Sullivan & Ngwenyama, 2005) 
- Specify outcome-based performance metrics rather than work-based 
performance metrics. (Sullivan & Ngwenyama, 2005) 
- Retain key personnel and their specific knowledge on performance 
monitoring teams. (Sullivan & Ngwenyama, 2005) 
- Prepare detailed estimates for the management of the contract. 
(Ngwenyama & Sullivan, 2007) 




& Demsetz, 1972) 
 
- Negotiate flexible contracts that can be renegotiated at specified 
intervals. (Bahli & Rivard, 2003; Sullivan & Ngwenyama, 2005) 




Uitgaande van de randvoorwaarden qua tijd en kosten bij een afstudeeronderzoek was het model te 
omvangrijk om volledig empirisch te toetsen. Er is daarom gekozen om een deel van het model te 
gebruiken voor toetsing. Om tot een verkleining van de scope voor het onderzoek te komen, zijn de 
volgende regels stapsgewijs toegepast: 
 
1. Risk mitigation strategies voor drie onverwachte uitkomsten zijn geselecteerd. 
2. Voor risk mitigation strategies met betrekking tot een geselecteerde undesirable outcome 
worden maximaal 2 risk mitigation strategies geselecteerd.  
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3. Voor risk mitigation strategies met betrekking tot een geselecteerde risk factor worden 1 of 2 
risk mitigation strategies geselecteerd voor dit onderzoek. 
Er zijn geen inhoudelijke criteria gebruikt om tot het deelmodel te komen. Het maken van een dergelijk 
onderscheid, is niet beschouwd als een onderdeel van dit onderzoek. Het deelmodel is hieronder te 
zien in Tabel 9: Uitgebreid RAF van Aubert (scope van onderzoek). In paragraaf 3.2 is de 
operationalisering van het gekozen deelmodel te vinden.  
 
Tabel 9: Uitgebreid RAF van Aubert (scope van onderzoek) 
 
Risk mitigation strategies as found in literature - 
RAF volgens Aubert 





- Adopting extensive planning (Aubert, et al., 2005) 
- Transferring these costs through contract structure to 
supplier. (Aubert, et al., 2005) 
 
 Unexpected transition 
and management costs 
(Cross, 1995; Earl, 1996; 
Nelson et al., 1996) 
 
- Use of external expertise (Bahli & Rivard, 2003; 
Sullivan & Ngwenyama, 2005) 
 
- Lack of experience and 
expertise of the client with 
the activity (Earl, 1996; 
Lacity et al., 1995, 
Sappington, 1991) 
- Use of external expertise (Bahli & Rivard, 2003; 
Sullivan & Ngwenyama, 2005) 
- Outsource incrementally with small projects and gain 
experience over time. (Kern, et al., 2002; 
Ngwenyama & Sullivan, 2007; Willcocks, et al., 1999) 
- Lack of experience of the 
client with outsourcing 
(Earl, 1996) 
 
- Dual Sourcing (Aubert, 1998; Bahli & Rivard, 2003; 
Kern, et al., 2002) 
- Include material and human reversibility clauses 
(Tafti, 2005) 
 Switching costs (including 
lock-in, repatriation, and 
transfer to another 
supplier) (O’Leary, 1990) 
- Avoid propriety technologies and employ mainstream 
technologies as much as possible. If a specific 
technology is required, ensure that adequate 
capability is maintained within the organization to 
support the technology. (Sullivan & Ngwenyama, 
2005) 
- Asset specificity 
(Williamson, 1985) 
- Check professional references thoroughly. 
(Ngwenyama & Sullivan, 2007) 
- Small number of suppliers 
(Nam et al., 1996) 
- Negotiate flexible contracts that can be renegotiated 
at specified intervals. (Bahli & Rivard, 2003; Sullivan 
& Ngwenyama, 2005) 
- Using sequential contracts (Aubert, et al., 2005; Bahli 
& Rivard, 2003) 
- Uncertainty (Alchian & 
Demsetz, 1972; Barzel, 
1982) 
Costly contractual 
amendments (Earl, 1996) 
- Develop thorough technology transition plans with 
the vendor. Ensure that vendor specifies 
replacement technology. (Sullivan & Ngwenyama, 
2005) 
- Technological discontinuity 
(Lacity et al., 1995) 
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3. ONDERZOEKSONTWERP EN -VERANTWOORDING 
In dit hoofdstuk wordt beschreven hoe het deelmodel, opgenomen in Tabel 9: Uitgebreid RAF van 
Aubert (scope van onderzoek), empirisch is getoetst. Dit hoofdstuk bestaat uit de onderdelen: de 
gebruikte onderzoeksstrategie (3.1), de operationalisering van het referentiemodel (3.2), de 
geselecteerde steekproef (3.3), de benodigde data en databronnen (3.4), toegang en 
onderzoeksethiek (3.5), methoden en technieken van dataverzameling (3.6), meetniveaus, validiteit en 
betrouwbaarheid (3.7), de wijze van analyseren (3.8) en een vooruitblik op de resultaten (3.9). 
 
3.1. GEBRUIKTE ONDERZOEKSSTRATEGIE 
Het uitgangspunt voor dit onderzoek is het toetsen van het gevonden referentiemodel. Aan de hand 
van de onderzoeksresultaten wordt getoetst of de risk mitigation strategies (RMS), risk factors (RF) en 
undesirable outcomes (UO) uit de uitgebreide RAF in de praktijk worden waargenomen. Ook wordt op 
zoek gegaan naar empirisch bewijs die de relatie tussen de onderdelen, de relatie RMS – RF - UO en 
de directe relatie tussen een RMS - UO, bevestigen of ontkennen.  
Voor het uitvoeren van onderzoek zijn er verschillende strategieën mogelijk, namelijk het experiment, 
de survey, een case study, action research, grounded theory, etnografie en archiefonderzoek 
(Saunders, Lewis, & Thornhill, 2008). Van deze strategieën waren er twee waarmee werd verwacht, 
de doelstellingen te kunnen behalen. De overige strategieën werden, binnen de gegeven tijd, niet 
beschouwd als haalbaar of meer geschikt voor andere typen onderzoek bevonden. De twee 
strategieën die zijn overwogen: 
1. Survey – Aan de hand van een gekozen onderzoeksmethode worden de geoperationaliseerde 
uitspraken (zie paragaaf 3.2) getoetst bij professionals die ervaring hebben met ITO risico 
management. Per rij uit de tabel worden uitspraken gemaakt die worden voorgelegd aan een 
panel van professionals die hun mening geven over de betreffende uitspraak. De 
professionals worden benaderd via LinkedIn, waarbij contact wordt gezocht naar personen die 
ervaring hebben met ITO. De respondenten worden geselecteerd op basis van hun LinkedIn 
profiel. Aan de hand van bevestigingen en falsificaties van uitspraken, maar ook meningen die 
verdeeld zijn kunnen delen van de tabel getoetst worden op juistheid. Voordat daadwerkelijk 
de steekproef zal worden uitgevoerd, zal de vragenlijst nog getoetst worden bij een klein 
aantal respondenten. 
 
2. Case study – Hier wordt een diepgaande case beschrijving van één casus uitgevoerd waarbij 
expliciet aan risicomanagement is gedaan. Aan de hand van de beschrijving van de casus 
worden acties verklaard vanuit de uitgebreide RAF. Acties die delen van de tabel 
onderschrijven zijn een bevestiging van de theorie, acties die dat niet doen zijn een falsificatie. 
 
Er leek binnen Tata Steel de mogelijkheid te bestaan om een case study uit te voeren. De bronnen om 
informatie te verzamelen waren alleen beperkt. Een aantal hoofdrolspelers die betrokken waren bij de 
initiële risk assessment van de IT outsourcing deal met Cap Gemini waren reeds vertrokken bij het 
bedrijf. Ook bleek bij navraag nauwelijks documenten beschikbaar te zijn die met deze casus te 
maken hadden. Daarnaast wilde ik graag een grotere diversiteit aan informatie verkrijgen. Mijn 
uitgangspunt was: hoe meer verschillende informatie, hoe meer geleerd kan worden over de IT 
outsourcing praktijksituatie. Het uitgangspunt was dat er een grotere diversiteit aan informatie kon 
worden verkregen door middel van een survey dan door een case study. Een survey geeft me 
namelijk toegang tot ITO professionals met verschillende ervaring. De survey biedt daarnaast de 
mogelijkheid om deze diversiteit aan informatie te verkrijgen zonder dat direct toegang verleend dient 
te worden door bedrijven en organisaties. Dit zijn de voornaamste redenen waarom er voor dit 
onderzoek is gekozen voor een survey. 
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3.2. OPERATIONALISERING 
 
In deze paragraaf wordt de operationalisering en definiëring van het referentiemodel weergegeven. IT 
outsourcing professionals die verantwoordelijk zijn (geweest) voor het risico management van IT 
outsourcing trajecten vormen de onderzoekseenheden. De geoperationaliseerde begrippen die een rol 
spelen zijn: 
 
• Risk mitigation strategy die aansluit op het RAF van Aubert. 
• Risk factor van RAF Aubert. 
• Undesirable outcome van RAF Aubert. 
 
De uitgewerkte operationalisering van bovenstaande definities is terug te vinden in Bijlage 7: 
Operationalisering. Per begrip zijn de dimensies bepaald. Dit zijn per begrip de gevonden onderdelen 
uit het RAF van Aubert. Per dimensie is vervolgens een indicator bepaald. 
 
3.3. GESELECTEERDE STEEKPROEF 
Voor dit onderzoek is geen steekproefkader beschikbaar, omdat er geen lijst beschikbaar is met alle 
cases in de populatie waarvan de steekproef wordt getrokken. Op basis van vooraf geselecteerde 
criteria zijn respondenten geselecteerd die voldoen aan deze criteria. De steekproef is klein en alle 
respondenten geven antwoord op dezelfde vragenlijst en onderwerpen. Er werd verwacht dat het 
vinden van respondenten die voldoen aan de criteria binnen de beschikbare tijd te beperkt is om een 
grotere steekproef uit te voeren. Op basis van deze gegevens is deze steekproef gecategoriseerd als 
een homogene doelgerichte steekproef. 
 
3.4. BENODIGDE DATA EN DATABRONNEN 
Om Tabel 9: Uitgebreid RAF van Aubert (scope van onderzoek) empirisch te toetsen, wordt gebruik 
gemaakt van meningen van professionals over IT outsourcing risico management uit de praktijk.  
 
De volgende data per praktijksituatie was verwacht als resultaat van de survey: meningen van 
respondenten over de undesirable outcomes, risk factors en risk mitigation strategies en de 
argumentatie waarop deze meningen zijn gebaseerd. Aan de hand van de argumentatie werd 
verwacht informatie te verkrijgen over de relaties tussen de onderdelen uit het deelmodel.  
 
De bron voor de data van de verschillende praktijksituaties zijn professionals die ervaring hebben met 
het risico management van IT outsourcing. De verwachting was, hoe meer ervaring een respondent 
heeft in ITO en ITO risk management, hoe beter hij of zij de vragen kon beantwoorden en 
beargumenteren. Op basis hiervan is besloten om twee ervaringscriteria van te stellen. De eerste 
criteria heeft betrekking op het aantal jaren ITO ervaring die de respondent dient te hebben. Een te 
hoog criteria maakt het mogelijk lastig maken om geschikte respondenten te vinden voor dit 
onderzoek. Een te laag criteria zou de kwaliteit van de argumentatie van de antwoorden negatief 
kunnen beïnvloeden. Bij Tata Steel heeft de ITO risk management deskundige vijf jaar ervaring in ITO 
en had ervaring in ITO risk management. In voorgesprekken bleek de betreffende deskundige bij de 
verschillende onderdelen van het RAF, voorbeelden en toepassingen uit de praktijk te kunnen 
aangeven. De tweede criteria is gekozen om te waarborgen dat de respondent ervaring heeft om de 
vragen, die betrekking hebben op IT outsourcing risk assessment, te kunnen beantwoorden.  
 
Op basis van bovenstaande zijn de criteria die gesteld worden aan de respondenten: 
1. Minimaal 5 jaar ervaring in IT outsourcing 
2. Ervaring met minimaal één IT outsourcingtraject waarbij aan risico management is gedaan. 
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De referenties op LinkedIn van de betreffende respondent zijn gebruikt worden om te controleren of 
de respondent voldeed aan deze criteria. 
 
Om verschillende inzichten in de relatie te krijgen zijn meerdere respondenten benaderd om de online 
vragenlijst in te vullen. In eerste instantie was de insteek om het verzamelen van data te beëindigen, 
wanneer data saturation werd bereikt (wanneer geen nieuwe inzichten worden verkregen). Omdat van 
te voren niet kon worden bepaald hoeveel respondenten er nodig zijn om data saturation te bereiken, 
kon op basis van deze criteria geen exact aantal genoemd worden qua benodigde respondenten. Wel 
was de verwachting dat data saturation bij een kleinere steekproef al gehaald kon worden, omdat de 
vragen (scope van het onderwerp) specifiek gaan over het onderwerp risk assessment van IT 
outsourcing. In de gegeven tijd voor dit onderzoek, werd verwacht van minimaal 10 personen de data 
te kunnen verzamelen en te analyseren. Vanwege de scope was de verwachting, dat dit aantal 
voldoende zou zijn om data saturation te bereiken.  
 
3.5. TOEGANG EN ONDERZOEKSETHIEK 
In eerste instantie was de intentie om steekproef alleen te houden onder leden van LinkedIn. Er is 
echter via een respondent vernomen dat de organisatie IAOP8, met IT outsourcing professionals als 
leden, een online contactlijst beschikbaar had gesteld. Naast de geselecteerde leden van Linkedin is 
de vragenlijst ook verstuurd naar 154 IAOP leden. De geselecteerde LinkedIn leden dienden te 
voldoen aan de criteria voordat ze werden benaderd met de vragenlijst. Via LinkedIn groepen en 
verschillende zoekopties is gezocht naar de geschikte respondenten. Mogelijke verwachte problemen 
waren: 
1. Beoogde respondenten die twijfelen aan de echtheid van het verzoek. 
2. Twijfel van de beoogde respondenten bij waarborging van de anonimiteit. 
3. Twijfel over het belang van het onderzoek en de bijdrage die de beoogde respondent daarbij 
kon leveren.  
4. Een onduidelijke vragenlijst of doel van het onderzoek, waarbij de beoogde respondenten 
afhaken bij het invullen van de survey. 
De volgende maatregelen werden getroffen om de mogelijke problemen te ondervangen: 
Bij het initiële verzoek om deel te nemen aan de survey is voor de eerste drie verwachte 
problemen respectievelijk de volgende informatie verschaft. 
1. De aanleiding (master thesis) voor het onderzoek en aan welke universiteit het onderzoek 
verbonden is.  
2. De implicaties van het deelnemen en de rechten van de deelnemers. 
3. De aard van het onderzoek (inhoudelijk) en het doel van het onderzoek. 
 
Probleem vier werd ondervangen door het testen van de survey bij een testgroep, voordat de 
daadwerkelijke steekproef wordt afgenomen.  
 
Daarnaast is de volgende informatie ter bevestiging en verduidelijking geplaatst als introductie op de 
vragenlijst.  
• De aard van het onderzoek. 
• De vereisten voor deelname. 
• De implicaties van het deelnemen en de rechten van de deelnemers. 
• Over het gebruik van de gegevens en de manier waarop wordt gerapporteerd. 
• Met wie contact kan worden opgenomen als er vragen zijn over het onderzoek. 
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De ingevulde vragenlijst is beschouwd als de geïnformeerde toestemming. 
 
3.6. METHODEN EN TECHNIEKEN VAN DATAVERZAMELING 
Er zijn verschillende onderzoeksmethoden mogelijk die passen bij de survey. Deze zijn volgens 
Saunders (Saunders, et al., 2008).: 
1. Vragenlijst 
a. Online vragenlijst 
b. Vragenlijst per post 
c. Uitreiken-en-ophalen vragenlijst 
d. Telefonische vragenlijst 
e. Gestructureerde interviews 
2. Gestructureerde waarneming 
Voor het verzamelen van primaire gegevens is voor dit onderzoek gebruik gemaakt van een enkele 
onderzoeksmethode, namelijk die van een online vragenlijst (Zie voor uitwerking Bijlage 8: 
Vragenlijst). De redenen hiervoor zijn: 
• Beoogde respondenten zullen geografisch verspreid zijn. Dit zal het afnemen van 
interviews en het uitvoeren van gestructureerde waarneming kostbaar en tijdrovend 
maken.  
• Van de verschillende mogelijke vragenlijsten is de online vragenlijst de meest directe wijze 
om respondenten te benaderen. Tegen betaling is het via LinkedIn mogelijk om 
respondenten direct te benaderen via een persoonlijk bericht. Postadressen en 
telefoonnummers van respondenten zijn niet direct beschikbaar via LinkedIn.  
• Een online vragenlijst verlaagt de drempel voor het invullen van de vragenlijst. Verder 
vergemakkelijkt dit de verwerking van de gegevens. 
• Een nadeel van een online vragenlijst is dat je geen direct contact hebt met de respondent 
op het moment dat de vragenlijst wordt beantwoord. Er is een verkleining van de 
betrouwbaarheid mogelijk ten opzichte bijvoorbeeld het afnemen van gestructureerde 
interviews. Toch is gekozen voor een online vragenlijst, omdat er andere methodes zijn 
om de betrouwbaarheid te vergroten. Deze andere methodes komen in paragraaf 3.7 aan 
bod. 
 
Het toetsen van de vragenlijst 
Om inzicht te krijgen in de validiteit van de vragen (meten we met de vragen wat we willen meten) is 
de vragenlijst getoetst. Het doel van het toetsen was voornamelijk om te weten in hoeverre de vragen 
duidelijk of onduidelijk waren en of de gegeven antwoorden overeenkomen met de vragen. Verder zijn 
er tijdens de toetsing extra vragen gesteld aan de respondenten over de vragenlijst om de vragenlijst 
te kunnen verbeteren. 
 
De volgende methode is gebruikt worden voor het selecteren en benaderen van de geschikte 
respondenten voor het toetsen van de online vragenlijst: 
1. Twee personen die voldeden aan de criteria uit mijn eigen netwerk zijn benaderd om de online 
vragenlijst in te vullen.  
2. Naast de vragenlijst die bedoeld is voor de steekproef is ook een vragenlijst gebruikt om 
inzicht te krijgen in de betrouwbaarheid van de vragen.  
3. De opmerkingen van deze twee respondenten zijn verwerkt ter verbetering van de 
uiteindelijke online vragenlijst. De vragenlijst is op bepaalde punten tekstueel aangepast.  
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Het uitvoeren van de steekproef 
Uiteindelijk zijn de volgende methodes gebruikt voor het selecteren en benaderen van de geschikte 
respondenten voor de steekproef. 
1. De leden van de IAOP, die hun e-mailadres openbaar hebben gemaakt (154), is een 
uitnodiging verzonden om deel te nemen aan de vragenlijst.  
2. Op het forum van LinkedIn groepen over IT outsourcing zijn berichten geplaatst met een uitleg 
van het onderzoek en het verzoek aan leden van de groep om mee te doen aan dit onderzoek 
als ze voldoen aan de criteria.  
3. Een tijdelijk abonnement afgesloten bij LinkedIn, die het mogelijk maakte om 25 persoonlijke 
interne LinkedIn berichten per maand te versturen naar personen die gezien hun profiel 
voldoen aan de vastgestelde criteria. Uiteindelijk zijn er via LinkedIN 75 personen benaderd 
om deel te nemen aan de vragenlijst. 
Er is voor LinkedIn gekozen, omdat deze de mogelijkheid biedt om op een directe manier en tegen 
lage kosten professionals te vinden die controleerbaar voldeden aan de vooraf gestelde criteria. Op 
het moment dat een geschikte respondent werd gevonden, werd de respondent, door middel van een 
persoonlijk bericht, verzocht om deel te nemen aan de vragenlijst. Daarnaast is gekozen voor de IAOP 
leden om de kans op een hoger respons te vergroten.  
 
Elektronisch hulpmiddel 
Voor de online vragenlijst is gebruik gemaakt van het elektronisch hulpmiddel, namelijk LimeSurvey 
aangeboden door de Open Universiteit. 
 
Keuzes m.b.t. secundaire gegevens 
Gedurende dit onderzoek zijn geen bronnen gevonden die een antwoord konden geven op onze 
onderzoeksvraag. Voor dit onderzoek is geen gebruik gemaakt van secundaire gegevens, omdat het 
onzeker was hoeveel tijd het ging kosten om aan secundaire gegevens te komen die aansloten op dit 
onderzoek.  
 
3.7. MEETNIVEAUS, BETROUWBAARHEID EN VALIDITEIT 
In deze paragraaf wordt naast het meetniveau voor de survey, ook de validiteit en de betrouwbaarheid 
van de vragenlijst besproken.  
 
Meetniveaus: Voor de vragenlijst worden twee soorten vragen gebruikt, namelijk vragen op nominaal 
niveau en open vragen. De nominale vragen worden gebruikt om te achterhalen of undesirable 
outcomes, risk factors en risk mitigation strategies wel of niet worden onderkend in de IT outsourcing 
risico management praktijk. Dit meetniveau werd beschouwd als voldoende, omdat respondenten hun 
antwoorden konden beargumenteren bij de open vragen. De antwoorden bij de open vragen zijn 
gebruikt om te achterhalen welke relaties van de uitgebreide RAF worden erkend in de IT outsourcing 
praktijk. 
 
Betrouwbaarheid: Betrouwbaarheid heeft te maken met de robuustheid van de vragenlijst en in het 
bijzonder met de vraag of deze wel of niet consistente resultaten geeft op verschillende tijdstippen en 
bij verschillende condities (Saunders, et al., 2008). Er zijn drie soorten manieren om de 
betrouwbaarheid te vergroten van een vragenlijst, namelijk de test-hertest methode, de interne 
consistentie en de alternatieve vorm (Saunders, et al., 2008). De test-hertest methode leek beperkt 
haalbaar, omdat verwacht werd dat respondenten, die vrijwillig participeren, minder bereid zijn om 
dezelfde vragenlijst twee keer in te vullen. Daarom is gekozen om de test-hertest methode niet toe te 
passen. Het toepassen van een controle op de interne consistentie door middel van de Cronbach Alfa 
werd niet haalbaar geacht, omdat er geen items zijn die dezelfde dimensie meten. De meeste relaties 
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tussen een dimensie en een indicator bij de operationalisering zijn een 1 op 1 relatie, waardoor het 
niet mogelijk is om voor deze dimensies de betrouwbaarheid te controleren op de interne consistentie. 
Er zijn wel een aantal items die horen bij dezelfde dimensie (1.3a t/m 1.3d; 2.4a t/m 2.4d), maar deze 
zijn niet homogeen. De betrouwbaarheid van de vragenlijst is getoetst door een analyse van de 
gegevens, waarbij de aanwezigheid van tegenstrijdigheden en consistentie in de antwoorden een 
indicatie geven over de betrouwbaarheid. Ook zijn een aantal controlevragen toegevoegd, vanwege 
de mogelijkheden om achteraf de betrouwbaarheid van de vragenlijst te toetsen. Er is gekozen om 
slechts voor enkele vragen controlevragen toe te voegen. Bij teveel controlevragen was de 
verwachting was dat de kans bestond, dat de respondent snel ging afhaken. (2.2.1c/d; 2.4.5c/d).  
 
Validiteit: Voor dit onderzoek worden drie soorten validiteit onderkend, namelijk contentvaliditeit, 
externe en interne validiteit. Contentvaliditeit gaat over de vraag of het waarnemingsinstrument, in ons 
geval de vragen in de vragenlijst, de onderzoeksvragen voldoende dekt. Dit wordt afgedekt door 
middel van een zorgvuldige definitie van het onderzoek via de onderzochte literatuur tijdens de 
literatuurstudie en door de compleetheid van de vragenlijst te toetsen door het voorleggen van extra 
vragen aan de testgroep.  
Externe validiteit betreft de mate waarin de resultaten van dit onderzoek iets zeggen over 
vergelijkbare situaties. In dit onderzoek is het de bedoeling om te onderzoeken welke risico 
management technieken een risico verzachtend effect in de praktijk hebben onder bepaalde 
omstandigheden. Doordat dit een doelgerichte steekproef betreft met een beperkte steekproefomvang 
hebben de resultaten alleen betrekking op de populatie die de steekproef heeft afgenomen en kunnen 
deze niet gegeneraliseerd worden 
Interne validiteit maakt het mogelijk om met de vragenlijst te meten wat er gemeten dient te worden. In 
dit onderzoek werd de mate van validiteit van het onderzoek mede bepaald door de wijze waarop de 
definities, zoals undesirable outcome, risk factor, en risk mitigation strategy werden 
geoperationaliseerd naar de beschreven items. De definities en beschreven items uit de 
operationalisering zijn op eenduidige wijze genoemd en uitgelegd in de vragenlijst.  
 
3.8. WIJZE VAN ANALYSEREN 
Uit het onderzoek zijn kwalitatieve gegevens verkregen. Omdat de survey via een webapplicatie werd 
afgenomen, zijn de gegevens gelijk in een database opgeslagen. De gegevens zijn geëxporteerd naar 
Microsoft Word. Het voorbereiden van de gegevens is gebeurd door elke survey in een apart 
document op te slaan, zodat er een overzicht is van elke survey met de vragen uit de vragenlijst en de 
antwoorden van de respondent.  
 
De gegevens uit de documenten zijn op deductieve wijze geanalyseerd, waarbij de categorieën uit de 
theorie (undesirable outcomes, risk factors en risk mitigation strategies) gebruikt werden om de 
kwalitatieve gegevens te categoriseren. Per undesirable outcome, risk factor, en risk mitigation 
strategy is geregistreerd wat de respondenten daarover zeggen. Het kon zijn dat er bij de analyse ook 
andere categorieën werden genoemd. Deze categorieën zijn geanalyseerd om te bepalen in hoeverre 
deze nieuwe categorieën aansloten op het theoretisch kader.  
 
Naast de categorisatie is geanalyseerd hoe de relaties werden beschreven tussen de categorieën. Elk 
document is individueel geanalyseerd, omdat elk respondent zijn eigen mening heeft over de relaties. 
Het kan zijn dat relaties uit het RAF werden onderschreven, of dat ze werden tegengesproken. Ook 
kon het zijn dat er nieuwe inzichten waren in concepten over risico management strategieën die niet in 
het uitgebreide RAF terug waren te vinden.  
 
De inzichten en conclusies over de categorieën en de relaties daartussen werden bijgehouden in een 
tussentijds document. Aan de hand van de inzichten en conclusies werden bevestigingen en 
falsificaties verkregen van uitspraken over de risico verzachtende effecten van risk mitigation 
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strategies. Voorlopige conclusies konden worden getrokken over de juistheid van een regel uit de 
uitgebreide RAF.  
 
3.9. VOORUITBLIK OP MOGELIJKE RESULTATEN 
In deze paragraaf wordt ingegaan op de mate van diepgang van dit onderzoek, de reikwijdte 
van de conclusies, de uitspraken die gedaan kunnen worden en het domein van deze 
uitspraken. 
 
Met dit onderzoek is door middel van een survey een doelgerichte steekproef gehouden bij een klein 
aantal respondenten die voldeden aan vooraf gestelde criteria omtrent IT outsourcing risico 
management. De respondenten dienden professionals te zijn met ervaring binnen de IT outsourcing 
risico management praktijk.  
 
Voor de vier deelvragen van de tweede centrale vraag zoals genoemd in paragraaf 1.5 Vraagstelling, 
werden respectievelijk de volgende resultaten verwacht: 
1. Door middel van de gesloten vragen over de undesirable outcomes en risk factors werd 
verwacht inzicht te krijgen in welke undesirable outcomes en risk factors er worden onderkend 
in de praktijk. Verder werd verwacht aantallen te zien en de redenen te vinden, waarom 
respondenten deze undesirable outcomes en risk factors wel of niet onderkennen in de 
praktijk.  
2. Door middel van de vragen over de afzonderlijke risk mitigation strategies werd verwacht 
inzicht te krijgen in het gebruik van de risk mitigation strategies in de praktijk.  
3. Aan de hand van de argumentatie bij de open vragen werd verwacht voldoende gegevens te 
verkrijgen over de relatie tussen undesirable outcomes, risk factors en risico management 
strategieën.  
 
Verwacht werd dat er inzichten werden verkregen in het risico management onderwerp die niet waren 
beschreven in het uitgebreide RAF. Deze inzichten zouden mogelijk worden toegevoegd aan de 
conclusies van dit onderzoek. Het resultaat van dit onderzoek zouden de bevestigingen en falsificaties 
zijn van regels uit het uitgebreide RAF, maar mogelijk ook inzichten die niet in het uitgebreide RAF 
waren beschreven. Vanwege de kleine steekproef werd verwacht dat de resultaten van dit onderzoek 
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4. ONDERZOEKSRESULTATEN 
Op de uitnodiging om mee te doen aan de survey hebben uiteindelijk zeven personen gereageerd. 
Hiervan voldeed er één niet aan de criteria en twee hadden niet de vragenlijst volledig ingevuld. Van 
deze twee was er één goed bruikbaar, omdat de vragenlijst bijna volledig was ingevuld. In Bijlage 9: 
Gegevensverzameling: Survey response is de data terug te vinden die gebruikt is voor de 
gegevensanalyse. 
 
Er was een relatief laag responspercentage. Uit feedback bleek dat het te maken kan hebben met het 
aantal vragen. Dit was voor één respondent aanleiding om niet te beginnen aan de survey. Het 
vermoeden is dat dit een belangrijke reden is voor het lage responspercentage. 
 
4.1. GEGEVENSVERWERKING EN -BEWERKING 
De brongegevens die werden verkregen uit de survey zijn in een aantal stappen verwerkt om tot 
gegevens te komen, waarmee de onderzoeksvragen beantwoord kunnen worden.  
 
1. In stap één zijn de letterlijke citaten per respondent genummerd en gelabeld. Elke citaat dat 
inhoudelijk iets zegt over het referentiemodel is genummerd en gelabeld. De labels hebben 
betrekking op de onderdelen van het RAF, zoals de namen van risk factors. Wanneer een 
citaat iets vertelt over de relatie tussen onderdelen, dan is de beschrijving van de relatie als 
label gebruikt. 
2. In stap twee zijn de nummers van de labels uit stap één per respondent aan het 
referentiemodel gekoppeld op basis van de inhoud van de citaten. Voor elke respondent is 
een document met het referentiemodel opgesteld. Per risk mitigation strategy, risk factor en 
undesirable outcome zijn in het model de nummers van de letterlijke citaten toegevoegd die 
het betreffende onderdeel ontkennen of bevestigen. De relaties tussen onderdelen uit het 
RAF zijn tekstueel toegevoegd. 
3. In de laatste stap zijn de resultaten van stap twee samengevoegd om tot een enkel 
referentiemodel te komen met verwijzingen naar de citaten van de respondenten.  
 
De uitwerking van stap één is te vinden in Bijlage 10: Analyse van onderzoeksgegevens: 
Categorisering per response. De resultaten van stap twee en drie zijn te vinden in Bijlage 11: Analyse 
van onderzoeksgegevens: Koppelen van labels aan onderzoekscategorieën in referentiemodel. 
 
4.2. RESULTATEN UNDESIRABLE OUTCOMES 
Tabel 10 Resultaten undesirable outcomes toont per undesirable outcome hoeveel respondenten 
respectievelijk ja of nee hebben geantwoord op de vraag of de betreffende undesired outcome 
onderkend dient te worden als risico in de risk assessment praktijk. De meningen per undesirable 
outcome zijn verdeeld. Uit de tabel kan opgemaakt worden dat per undesirable outcomes meer ja dan 
nee is geantwoord. 
Tabel 10 Resultaten undesirable outcomes 
 
Risico tijdens risk assessment 
Undesirable outcome Nee Ja 
Unexpected transition and management costs 2 3 
Switching costs 1 4 
Costly contractual amendments 1 4 
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Unexpected transition and management costs worden door drie respondenten beschouwd als risico. 
Dit risico heeft verschillende oorzaken. De resultaten tonen dat ze voornamelijk veroorzaakt worden 
door gebrek aan ervaring, maar dat ze ook veroorzaakt kunnen worden door: “inadequate due 
diligence before contract signature”; “customer's scope creep or incomplete information provided to 
service provide”. Een externe oorzaak wordt ook genoemd: “under-scoping of the effort by the Service 
provider to come in at a saleable price.” De respondenten die unexpected transition and management 
costs niet beschouwen als risico, zeggen dat “these costs should be viewed as an investment for the 
proposed outcome of the whole outsourcing program”. De andere respondent zegt echter dat deze 
kosten “need to be planned for using a contingency budget”. Hoewel de respondent aangeeft dit niet 
als een risico te zien, geeft de respondent wel een risico verzachtende maatregel aan. Dit komt 
mogelijk door het gebruik van de term risico in de vraagstelling in plaats van undesirable outcome.  
 
Switching costs worden door vier respondenten beschouwd als risico. Respondenten noemen 
hierover dat “these costs, when they are not managed could become uncontrollable”. Er wordt in een 
respons ook verwezen dat deze kosten voortkomen uit het gedrag van de bestaande leveranciers die 
niet willen meewerken. De respondent die dit niet als risico beschouwd zegt: “Deze kosten moeten 
vooraf onderzocht, bekend gemaakt en afgekaard worden”. Deze respondent is van mening dat 
risico’s die voortkomen uit slecht werk van de uitvoerder niet gecategoriseerd kunnen worden als 
risico.  
 
Costly contractual amendments worden door vier respondenten beschouwd als risico. Er wordt 
genoemd dat costly contractual amendments worden beschouwd als risico, omdat “changing 
requirements becomes very visible and time consuming as it takes time to fully understand the impact 
of changes”. Eén respondent geeft dat dit voortkomt uit “slecht werk (voorbereiding)”. Een andere 
respondent die deze undesirable outcome niet als risico beschouwd geeft aan dat “these contractual 
amendments can be prevented by advance planning and correct scope”. Hoewel deze respondent het 
niet als een risico beschouwd lijkt de respondent wel van mening te zijn dat het een undesirable 
outcome betreft, aangezien de respondent wel een risico mitigatie strategie voorstelt.  
 
4.3. RESULTATEN RISK FACTORS 
Tabel 11: Resultaten risk factors toont de resultaten over de vraag of een risicofactor onderkend dient 
te worden tijdens de risk assessment praktijk. Over de twee risk factors gerelateerd aan een gebrek 
aan ervaring zijn de respondenten het unaniem eens.  
Tabel 11: Resultaten risk factors 
 
Risicofactor tijdens risk assessment 
Risk factor Nee Ja Geen mening 
Lack of experience with the activity - 5 - 
Lack of experience with outsourcing  - 5 - 
Asset specifity 3 1 1 
Small number of suppliers 3 2 - 
Uncertainty 1 3 1 
Technological discontinuity 3 2 - 
 
In de beantwoording van de vragen over het gebrek aan ervaring zeggen de respondenten dat het als 
risicofactor beschouwd dient te worden omdat “Inexperience in offshore outsourcing leads to issues 
regarding project delivery and budgeting” en “customers often under-estimate the management 
overhead and requirements for the customer’s retained organization to manage a complex 
outsourcing agreement”. Het gebrek aan ervaring wordt als een duidelijke risicofactor beschouwd. 
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Drie van de respondenten beschouwen asset specifity niet als een risicofactor. Er wordt gezegd dat: 
“because most of the time, assets are well defined and an outsourcing partner should be chosen 
offering the right assets and platforms. It all comes to carefully selecting the best partner. You do not 
lose more assets from moving to another supplier than when investing in own assets”. De enige 
respondent die asset specifity als een risicofactor beschouwd zegt: “it is considered important that 
things like intellectual property rights is understood, software licensing is important i.e You need to 
know what you have, and what you are able to let the outsourcer use, and if there is any cost 
associated, particularly with offshore use (legal sign offs or licensing rules)”.  
 
Bij de vraag of een klein aantal leveranciers (3 of minder), om uit te selecteren voor een dienst, moet 
worden meegenomen als risk factor, is een fout in de validiteit van de vragenlijst aan het licht 
gekomen. Alle respondenten hebben de vraag geïnterpreteerd als het kleine aantal leveranciers die al 
leveren aan de klant. Hierdoor kan voor deze risk factor geen resultaten worden getoond.  
 
Onzekerheid is voor bijna alle respondenten een risk factor en dient beheerst te worden door: “an 
agreed governance model”; “Project management and change management”. Het is een risk factor die 
beschouwd dient te worden tijdens de “agreement phase”. Een respondent geeft aan: “Only with that 
proper governance touch points and expected results shall be planned to mitigate that risk”. Ook de 
respondent die niet vindt dat onzekerheid beschouwd dient te worden als risk factor is wel van mening 
dat deze beheerst dient te worden door project management en change management.  
  
Over de risk factor technological discontinuity was nog de meeste verdeeldheid over de repondenten. 
De voorstanders beschouwen technological discontinuity als een belangrijke risk factor, omdat “it’s 
essential to assess how the supplier can provide the required service, and understand/assess any 
plans to mitigate risk”. Een andere voorstander geeft aan dat een strategie om deze te verzachten is 
door “validating supplier on performance on adaptability to new technologies”. Een respondent die 
“nee” heeft geantwoord, op de vraag of technological discontinuity onderdeel dient te zijn van een risk 
assessment, geeft aan dat het geen risk factor is als “a refresh/replacement policy is in place and 
adheared (to)”. Het antwoord van deze respondent geeft aan dat dit een voorwaardelijke ‘nee’ betreft. 
Een andere respondent geeft aan: “Especially in IT there is no real technological discontinuity. 
Programming languages are highly standardized, processes are (ITIL), and even projects are 
(Prince2, PMBok, ...). It all comes to carefully select the right partner who adheres to the same suite of 
tools and processes in order to have a truly exchangeable partnership in which you can decide to 
swap partners of to insource again at any time.“ Deze respondent lijkt er van uit te gaan dat dit geen 
risico is als je maar de juiste partner selecteert. De derde respondent die dit niet als risicofactor 
beschouwd, geeft aan: “Dat moet je afspreken en managen.” Dit antwoord geeft geen reden waarom 
technological discontinuity niet als risk factor dient te worden beschouwd. De respondent lijkt er van 
uit te gaan dat het vanzelfsprekend is dat dit gemanaged wordt en er afspraken erover worden 
gemaakt. 
 
4.4. RESULTATEN RISICO MITIGATION STRATEGIES  
Tabel 12: Resultaten risk mitigation strategies toont de resultaten over de vraag of een risk mitiation 
strategy effectief is tijdens de risk assessment praktijk. Over het algemeen worden de meeste, 
behalve één beschouwd als een effectieve risk mitigation strategy. 
Tabel 12: Resultaten risk mitigation strategies 
 
Risk mitigation strategy effectief 
Risk mitigation strategy Nee Ja Geen mening 
Adopting extensive planning - 4 1 
Transferring cost to supplier 4 - 1 
Use of external expertise - 4 1 
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To outsource incrementally with small projects and gain experience over 
time 
2 3 - 
Dual sourcing 2 3 - 
Include material and human reversibility clauses 2 3 - 
Avoid propriety technologies and employ mainstream technologies as 
much as possible. If a specific technology is required, ensure that 
adequate capability is maintained within the organization to support the 
technology 
- 4 1 
Check professional references thoroughly - 3 2 
Negotiate flexible contracts that can be renegotiated at specified intervals 1 3 1 
Using sequential contracts 2 2 1 
Extensive transition plans for technology 1 3 2 
 
Adopting extensive planning wordt door alle respondenten beschouwd als een effectieve risk 
mitigation strategy. Er wordt gezegd dat als “you worked to understand the risks, you can plan to deal 
with most if not all of the issues.“ en “unless you measure, you cannot manage”. Adopting extensive 
planning is een essentieel onderdeel om te gaan met IT outsourcing risico. 
 
De tweede risk mitigation strategy wordt geheel niet beschouwd als effectief. Gegeven argumenten 
waren dat “you’ll be monthly charged by supplier.” Ook wordt aangegeven dat “risk mitigation in 
outsourcing is not specifically about cost, it is also about things like service continuity/improvement.” 
Het lijkt er op dat er bij deze risk mitigation strategy rekening mee moet worden gehouden met wat je 
wint qua kosten je er op één of andere manier (kosten of service verlening) toch de rekening voor 
betaald.  
 
Het gebruik van external expertise is gezien de resultaten een effectieve risk mitigation strategie, 
omdat het “a neutral pair of eyes between the customer and the outsourcer” kan bieden. Ook kan het 
“act as a guide to your internal team, but also to confirm best practice”. Een andere respondent wil 
zelfs zover gaan door te stellen dat zonder deze risk mitigation strategy dat “most first projects have 
very little chance to be successful and profitable at the same time”. 
 
Het oordeel of het outsourcen met kleine projecten om ervaring op te doen effectief is als risk 
mitigation strategie is verdeeld. Tegenstanders zeggen dat ze niet helpen, omdat “it does not reflect 
the complexity of larger projects” en “small projects do not prepare customer with managing a major 
outsourcing contract.”. Voorstanders geven aan dat ze nuttig kunnen zijn om ervaring op te doen, 
maar waarschuwen wel voor nadelen. Een genoemd nadeel is “it may reduce the opportunities and 
associated benefits of aggregating work into a large outsourcing project. It also potentially duplicates 
effort”. Ook wordt er gewaarschuwd dat “one needs to be cautious on the duration of this ‘over time’ 
and should not lose the focus on the big picture of outsourcing results when compared to the 
individual project's performances.” 
 
Ook over de effectiviteit van dual sourcing zijn de meningen verdeeld. Voorstanders geven aan dat “if 
one uses different vendors for different services is fine, and creates a level of a) competition for the 
services when the contracts become available, and b) enables comparison of vendors performance 
during the contracts”. De tegenstanders geven als argument dat de complexiteit die dual sourcing met 
zich meebrengt, deze risk mitigation strategie niet effectief maakt: “it increases risk of scope confusion 
and finger pointing” en “It only makes sourcing more complex.” 
 
Wat betreft include material and human reversibility clauses geven voorstanders aan dat er toch 
beperkingen aanwezig zijn: “even if the (skills) clause shall exists, not all the employees would be 
willing to join back the client” en “The risk with this is that you may have already lost some of the key 
people during the life of the contract”. Tegenstanders geven de praktische beperkingen aan van de 
clausules: “material clauses most of the time, shipping technology equipment to and from offshore 
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destinations is not very obvious. Some hardware suppliers even do not allow this by contract. People 
takeover not applicable to offshore outsourcing.”  
 
Avoid propriety technologies and employ mainstream technologies as much as possible wordt door de 
respondenten beschouwd als effectieve risk mitigation strategy, omdat “it makes it easier for the 
supplier to maintain the team if the skills are widely available in the market place” en “niche skills 
create problems in maintaining or increasing the team sized as the contract progresses”. 
 
Checking professional references thoroughly wordt beschouwd als effectief door voorstanders: “it will 
always help, and should be supported by reference visits to existing customers before agreeing a 
contract with that supplier”. Een respondent die hier niet mee eens is zegt: “a thorough analysis of the 
references alone is not the only success criteria (for an outsourcing relationship)”. 
 
Negotiate flexible contracts that can be renegotiated at specified intervals wordt beschouwd als 
effectief door voorstanders, omdat “both business and technological environments are changing at a 
rapid pace and because it will help to avoid the supplier becoming complacent, and give you a "get 
out" option should you feel vulnerable to serious risk.” 
 
Over de risk mitigation strategy using sequential contracts zijn de meningen verdeeld. Voorstanders 
geven aan dat het dezelfde voordelen biedt als flexibele contracten en dat “the effect is that the 
supplier will not take the outsourcing relationship for granted”. Tegenstanders geven aan dat 
“sequential contracts may lack the incentive to the supplier to commit to the outsourcing relationship”. 
 
Over extensive transition plans for technology wordt gezegd: “this is absolutely essential to ensure the 
client is able to take advantages of the current technology, with this transition plan, as part of 
outsourcing”. Tegenstanders geven niet duidelijk aan waarom ze het hier niet mee eens zijn.  
 
4.5. RESULTATEN RELATIES TUSSEN RISK MITIGATION STRATEGIES, 
UNDESIRABLE OUTCOMES EN RISK FACTORS? 
Verschillende relaties uit het uitgebreide RAF worden onderkend door de respondenten. De 
voornaamste bevestigde relaties zijn die tussen risk mitigation strategies en risk factors. Hieronder is 
een overzicht te vinden van de gevonden relaties en voorbeelden van citaten waar de gevonden 
relatie op gebaseerd zijn. 
 
1. Lack of experience in IT outsourcing (increases) unexpected transition and management 
costs. Een respondent beantwoord op de vraag waarom unexpected transition and 
management costs onderdeel dient te zijn van de risk assessment fase: “the low success rate 
of doing a first project abroad without external guidance”. 
2. Use of external expertise (mitigates) lack of experience in IT outsourcing. Een respondent 
geeft aan: “In fact this is the purpose of the existence of my company…….My advice is 
intended to reduce these numerous risks related to the lack of experience.” 
3. Adopting extensive planning (mitigates) unexpected transition and management costs. Er is 
aangegeven: “This preparation (planning) will minimize impact to the business, and keep 
additional cost down to a minimum”. 
4. To outsource incrementally with small projects and gain experience over time (1.12, 2.15, 
2.16, 5.8) (mitigates) lack of experience. Een respondent geeft aan: “It is one approach that 
will work, particularly to build experience”.  
5. Dual sourcing (2.18, 3.16) (mitigates) Switching costs. Er wordt genoemd door een 
respondent: “If one uses different vendors for different services is fine, and creates a level of 
a) competition for the services when the contracts become available, and b) enables 
comparison of vendors performance during the contracts”. Competitie tussen leveranciers bij 
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dual sourcing is een belangrijk concept voor het reduceren van lock-in en daardoor switching 
kosten.  
6. Include material and human reversibility clauses (mitigates) Switching costs. Er is 
aangegeven door een respondent: “This sort of clause just ensures that you are in a better 
position to do what you want at the end of the contract e.g bring it back in house or switch to 
another supplier”. 
7. Avoid propriety technologies and employ mainstream technologies as much as possible. If a 
specific technology is required, ensure that adequate capability is maintained within the 
organization to support the technology (mitigates) asset specifity. “It makes it easier for the 
supplier to maintain the team if the skills are widely available in the market place. Niche skills 
create problems in maintaining or increasing the team sized as the contract progresses”. 
8. Negotiate flexible contracts that can be renegotiated at specified intervals (mitigates) 
uncertainty. “given that both business and technological environments are changing at a rapid 
pace, it is essential to keep up pace with those changes to remain competitive”. 
9. Using sequential contracts (mitigates) uncertainty “this is similar to having flexible contracts 
(see quote above), with a renewal option in these intervals”. 
10. Extensive transition plans for technology (mitigates) technological discontinuity “this is 
absolutely essential to ensure the client is able to take advantages of the current technology, 
with this transition plan, as part of outsourcing”. 
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5. CONCLUSIE  
In dit hoofdstuk worden de conclusies van dit praktijkonderzoek besproken. Daarnaast worden 
beperkingen van de resultaten en conclusies gegeven. 
5.1. CONCLUSIES 
Hoofdvraag: 
In hoeverre is het risk assessment framework van Aubert, inclusief de risk mitigation strategies 
die daarop aansluiten, waarneembaar in de risk management praktijk? 
 
5.2. WELKE UNDESIRABLE OUTCOMES ONDERKENT MEN IN DE 
PRAKTIJK? 
De drie getoetste undesirable outcomes zijn waarneembaar als risico in de praktijk, maar geen enkele 
unaniem. Uit de analyse blijkt dat de oorzaak hiervan mede ligt aan de definitie van risico. Wanneer 
iets als risico wordt beschouwd verschilt per respondent.  
 
5.3. WELKE RISK FACTORS ONDERKENT MEN IN DE PRAKTIJK? 
Van de zes onderzochte risk factors zijn er twee die unaniem worden onderkend in de praktijk. Dat zijn 
de twee risk factors die gerelateerd zijn aan ervaring. Asset specifity wordt juist in mindere mate 
beschouwd als risicofactor, omdat je niet meer assets verliest bij het verhuizen naar een andere 
leverancier dan bij het investeren in je eigen assets. Over een small number of suppliers kunnen geen 
uitspraken worden gedaan vanwege de invaliditeit van de gestelde vraag. Onzekerheid wordt 
grotendeels wel onderkend als risk factor en wordt ook beschouwd als een beheersbare risk factor 
gezien de aantallen adviezen om hiermee om te gaan. Ondanks dat de risk factor technological 
discontinuity door drie van de vijf respondenten niet gezien wordt als een risk factor tijdens risk 
assessment wordt dit wel door alle respondenten beschouwd als iets waar in de praktijk dient te 
worden omgegaan.  
 
5.4. WELKE RISK MITIGATION STRATEGIES ONDERKENT MEN IN DE 
PRAKTIJK? 
Van tien van de elf risk mitigation strategies is de effectiviteit waarneembaar in de ITO risk 
management praktijk. Er zijn drie risk mitigation strategies die unaniem, door degenen die hun mening 
hebben gegeven, worden onderkend. Deze zijn adopting extensive planning, use of external expertise 
en avoiding propriety technologies. Transferring cost to supplier wordt als enige, door de vier 
respondenten met een mening, niet beschouwd als effectieve risk mitigation strategy. Bij de overige 
risk mitigation strategies worden door tegenhangers of de nadelige kant en/of beperkingen van een 
risk mitigation strategie genoemd.  
 
5.5. WELKE RELATIES ONDERKENT MEN TUSSEN RISK MITIGATION 
STRATEGIES, UNDESIRABLE OUTCOMES EN RISK FACTORS? 
Een aantal relaties zijn waarneembaar in de praktijk. De relaties tussen risk factors en undesirable 
outcomes worden in de resultaten van ons onderzoek nauwelijks genoemd door de respondenten. De 
enige duidelijke relatie genoemd is die tussen een gebrek aan ervaring en onverwachte transitie en 
Open Universiteit 
Risicomanagement van IT outsourcing   41/112  
management kosten. Een verklaring waarom geen soortgelijke relaties genoemd worden, zou de wijze 
kunnen zijn, waarop de vragen over risk factors zijn gesteld. In deze vragen zijn geen verwijzingen 
gemaakt naar undesirable outcomes. Mogelijk is er in de vraagstelling te weinig gestuurd richting de 
relatie tussen een risk factor en een undesirable outcome. De meeste relaties tussen risk mitigation 
strategies en risk factors of undesirable outcomes worden wel onderkend door de respondenten. Een 
overzicht hiervan is te vinden in paragraaf 4.5. 
 
5.6. ALGEMENE CONCLUSIE 
De vraagstelling voor ons empirisch onderzoek luidt: In hoeverre is het risk assessment framework 
van Aubert, inclusief de risk mitigation strategies die daarop aansluiten, waarneembaar in de risk 
management praktijk 
 
Voor de onderzochte onderdelen van het uitgebreide risk assessment framework van Aubert kan 
geconcludeerd worden dat verschillende onderdelen uit het oorspronkelijke model van Aubert 
waarneembaar zijn in de praktijk. Ook kan geconcludeerd worden dat de meeste risk mitigation 
strategies waarneembaar effectief zijn als risk mitigation strategy. Wel zijn er over enkele elementen 
meningsverschillen tussen de respondenten. Bij de meningsverschillen tussen risk mitigation 
strategies zijn de verschillen over het algemeen de twee kanten van de medaille. Waar de één de 
voordelen van een risk mitigation strategy noemt, noemt de ander de mogelijke nadelen en/of 
beperkingen van de risk mitigation strategy.  
 
Over de relaties tussen elementen in het uitgebreide risk assessment framework kan worden 
geconcludeerd dat verschillende relaties, met name die tussen risk mitigation strategy en risk factor, 
waarneembaar zijn. Over de relatie tussen risk factor en undesirable outcome kunnen betrekkelijk 
weinig conclusies getrokken worden, gezien de beperkte resultaten van de survey hierover.  
 
5.7. AANBEVELINGEN VOOR VERVOLGONDERZOEK 
Voor een vervolgonderzoek worden een aantal onderzoeksvragen voorgesteld die tijdens dit 
onderzoek niet zijn beantwoord: 
1. In hoeverre zijn de niet getoetste onderdelen uit het uitgebreide RAF van Aubert waarneembaar 
in de risk management praktijk? 
 
Slechts een deel van het uitgebreide risk assessment framework van Aubert is getoetst. Het advies is 
om in een vervolgonderzoek ook andere delen van het model te gebruiken voor empirisch onderzoek. 
De respons voor onze survey was vrij laag. Sommigen die waren uitgenodigd om deel te nemen aan 
de survey vonden dat de survey te lang was om aan deel te nemen. Mocht het referentiemodel in de 
toekomst verder getoetst worden door middel van een survey, dan is de suggestie om bij het gebruik 
van een survey een beperkt aantal vragen voor te leggen. 
 
2. Op welke wijze kan door middel van een survey de relaties van de uitgebreide RAF achterhaald 
worden? 
 
Uit het onderzoek bleek dat het lastig was om via een survey antwoord te krijgen om relaties tussen 
risk factors en undesirable outcomes. In de survey werden verschillende open vragen gesteld die niet 
expliciet de relatie tussen risk factors en undesirable outcomes betroffen. Het voorstel is om in een 
vervolgonderzoek de vragenlijst aan te passen, zodat er expliciet naar de te onderzoeken relatie wordt 
gevraagd. Een andere suggestie is om het referentiemodel te onderzoeken door middel van 
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interviews, zodat er een vervolgvraag kan worden gesteld die betrekking heeft op de relatie tussen 
risicofactor en undesirable outcome.  
 
3. Welke interne en externe factoren zijn van invloed op de effectiviteit van een risk mitigation 
strategy? 
 
Uit dit onderzoek is gebleken dat sommige risk mitigation strategies door verschillende respondenten 
wel of niet beschouwd worden als effectief. Uit dit onderzoek blijkt niet altijd waarom een risk 
mitigation strategy soms wel of niet effectief is. Het lijkt interessant en nuttig om verder te 
onderzoeken onder welke omstandigheden een risk mitigation strategy effectief is, zodat kennis wordt 
verkregen waarmee ITO practitioners beter ITO risico’s kunnen beheersen. 
 
5.8. DISCUSSIE 
Uit dit onderzoek is gebleken dat het mogelijk is om het risk assessment model van Aubert uit te 
breiden met risk mitigation strategies en deze te toetsen door middel van een survey. Verder is 
gepoogd inzicht te krijgen in de mate waarin risk mitigation strategies en risk factors onderdeel zijn 
van een risk assessment. In deze paragraaf wordt ingegaan op de betekenis van het 
onderzoeksresultaat. 
 
• Het gevonden referentiemodel voegt aan de bestaande literatuur een risk assessment 
framework gebaseerd op een review van bestaande literatuur. Het aanvullen van het RAF is 
niet gebaseerd op een onderzoeksvraag uit de literatuur. Er kan achteraf afgevraagd worden 
in hoeverre het gevonden referentiemodel antwoord geeft op een concrete onderzoeksvraag. 
Het gevonden referentiemodel biedt wel een basis voor toekomstig empirisch onderzoek. 
• In de onderzoeksresultaten zijn geen nieuwe risk mitigation strategies, risk factors en relaties 
besproken. Tijdens de analyse van de data zijn deze wel gevonden. Deze zijn opgenomen in 
Bijlage 11: Analyse van onderzoeksgegevens: Koppelen van labels aan 
onderzoekscategorieën in referentiemodel. Deze gegevens kunnen in de toekomst gebruikt 
worden voor verder onderzoek. 
• Een mogelijke toepassing van de onderzoeksresultaten is dat ITO practitioners bij het 
uitvoeren van een risk assessment in hun eigen praktijk op basis van de resultaten van dit 
onderzoek kunnen overwegen of:  
o Een undesirable outcome wordt overwogen in hun risk assessment. 
o Een risk factor wordt meegenomen in hun risk assessment. 
o Een risk mitigation strategie mogelijk een gepaste methode is in hun situatie. 
 
In onderstaande punten wordt ingegaan op een aantal beperkende aspecten van dit onderzoek die 
van invloed zijn op het resultaat:  
• De survey is als onderzoeksstrategie gebruikt. Er is geen persoonlijk contact met de 
respondenten geweest, waardoor het niet mogelijk is geweest om onze interpretatie van de 
antwoorden te controleren of bij onduidelijkheden door te vragen.  
• De aanleiding waarop de doelstelling van dit onderzoek is gebaseerd, komt uit een 
wetenschappelijk artikel uit 1999. Sindsdien zijn er meerdere wetenschappelijke artikelen 
gepubliceerd die wel aandacht hebben gegeven aan het onderwerp IT outsourcing risk 
mitigation. Dit wordt ook bevestigd door de verschillende risk mitigation frameworks die 
gevonden zijn voor het literatuuronderzoek. Achteraf gezien is de aanleiding van dit 
onderzoek al een stuk minder actueel dan in 1999.  
• Er is een laag responspercentage, dus er kan weinig worden gezegd over de representiviteit 
van de resultaten voor de gehele onderzoekspopulatie. De vragenlijst die gebruikt is, kan op 
sommige punten, waaronder de validiteit, nog verbeterd worden.  
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5.9. PROCESREFLECTIE 
In deze paragraaf kijk ik terug op het afstudeerproces. Toen ik aan het afstudeertraject begon had ik 
het idee binnen de gestelde doorlooptijd, het afstudeertraject te kunnen afronden. Nu is het bijna drie 
jaar later en doe ik de laatste aanpassingen aan dit verslag. Het is een behoorlijk verschil in 
verwachting en werkelijkheid. Achteraf gezien heb ik in het begin de benodigde inspanning voor het 
afstudeertraject onderschat. Aan de andere kant was, er op momenten tijdens het afstudeertraject, de 
valkuil aanwezig om teveel te willen doen. Het gevonden referentiemodel bleek te omvangrijk te zijn 
om volledig te onderzoeken voor dit onderzoekstraject.  
 
Gezien het aantal verschuivingen in de planning, bleek het lastig voor me te zijn om aan de planning 
te houden naast een baan en gezin. Initieel vond ik het lastig om een realistische planning te maken 
met de beperkte ervaring die ik had met onderzoek. Daarnaast kwam de studie, ten opzichte van baan 
en gezin, regelmatig niet op de eerste plaats. Wat ik heb geleerd is dat het beter voor me was 
geweest om een ruimere realistische planning te maken die ook rekening houdt met andere 
prioriteiten. 
 
Wat ik tijdens de literatuurstudie heb geleerd is dat het belangrijk is om open te staan voor informatie 
en de ruimte te “nemen” om deze te verwerken. Ook heb ik geleerd dat het belangrijk is om bij het 
zoeken naar informatie, de focus te bewaren op de oorspronkelijke onderzoeksvraag of bij nieuwe 
inzichten de mogelijkheid te beschouwen om de oorspronkelijke onderzoeksvraag en bijbehorende 
deelvragen aan te passen. Achteraf gezien heb ik tijdens de literatuurstudie te veel verschillende 
artikelen en informatie verzameld die niet direct te maken hadden met m’n initiële onderzoeksvraag. 
Er is een ander aspect wat ik achteraf anders had willen doen. De literatuurstudie bestond 
voornamelijk uit het vinden van risk mitigation strategies. Mogelijk was het interessanter geweest als 
de literatuurstudie meer gericht was op het onderzoeken van een bepaald theoretisch concept .  
 
Wat ik heb geleerd bij het opstellen bij het onderzoeksaanpak is dat er geen perfecte aanpak bestaat. 
Ook al weet je niet hoe de keuze voor de betreffende onderzoeksaanpak zal uitpakken, kun je toch 
een keuze maken op basis van argumentatie en de informatie die je op dat moment tot je beschikking 
hebt.  
 
Voordat ik was begonnen aan het afstudeertraject had ik een bepaald beeld van wetenschappelijk 
onderzoek. Ik had het idee over wetenschappelijk onderzoek dat het een grote mate van exactheid 
moest hebben. Ik bedoel daarmee dat de mogelijkheid moest bestaan dat het gevonden resultaat een 
mathematische waarheid dient te benaderen die eerder bij de exacte wetenschappen voorkomt. Ik 
heb geleerd dat dit voor verschillende onderzoeksgebieden niet haalbaar is of, de poging tot het halen 
van dergelijke resultaten, zelfs maar verwacht kan worden. Een belangrijke eye-opener was de 
feedback die ik kreeg op de wijze waarop ik het refentiemodel initieel wilde toetsen. Een kwalitatieve 
methode leverde achteraf gezien meer waardevolle informatie dan een kwantitatieve methode.  
 
Een ander belangrijk aspect dat ik heb geleerd is de mate van verantwoording die nodig is voor het 
uitvoeren van onderzoek en ook de transparantie die gevraagd wordt bij het opstellen van het 
eindverslag. Mijn ervaring is dat in de media onderzoeksresultaten soms worden gepresenteerd als 
feiten, terwijl de wijze van onderzoek en de beperkende factoren van het onderzoek niet worden 
genoemd. Nu ik zelf de kans heb gekregen om bekend te raken met wetenschappelijk onderzoek heb 
begrijp ik waarom de nadruk wordt gelegd op betrouwbaarheid en verantwoording van het onderzoek. 
Zonder de juiste verantwoording is het lastig om iets te zeggen over de waarde van het 
onderzoeksresultaat. 
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BIJLAGE 1: RAF AUBERT 
 
Undesirable outcomes Factors leading to outcome 
Unexpected transition 
and management costs 
(Cross, 1995; Earl, 1996; 
Nelson et al., 1996) 
 
Lack of experience and expertise of the client with the activity (Earl, 
1996; Lacity et al., 1995, Sappington, 1991) 
Lack of experience of the client with outsourcing (Earl, 1996) 
Uncertainty about the legal environment 
Switching costs (including 
lock-in, repatriation, and 
transfer to another 
supplier) (O’Leary, 1990) 
Asset specificity (Williamson, 1985) 
Small number of suppliers (Nam et al., 1996) 
Scope 
Interdependence of activities (Langlois & Robertson, 1992) 
Costly contractual 
amendments (Earl, 1996) 
Uncertainty (Alchian & Demsetz, 1972; Barzel, 1982) 
Technological discontinuity (Lacity et al., 1995) 
Task complexity 
Disputes and litigation 
(Aubert et al., 1999a; 
Lacity & Hirschheim, 
1993) 
 
Measurement problems (Alchian & Demsetz, 1972; Barzel, 1982) 
Lack of experience and expertise of the client and/or of the supplier 
with outsourcing contracts (Earl, 1996; Lacity et al., 1995) 
Uncertainty about the legal environment 
Poor cultural fit 
Service debasement 
(Lacity & Hirschheim, 
1993) 
 
Interdependence of activities (Aubert et al., 1997; Langlois & 
Robertson, 1992) 
Lack of experience and expertise of the supplier with the activity (Earl, 
1996) 
Supplier size (Earl, 1996) 
Supplier financial instability (Earl, 1996 ) 
Measurement problems (Alchian & Demsetz, 1972; Barzel, 1982) 
Task complexity 
Cost escalation (Lacity 
and Hirschheim, 1993; 
Lacity et al., 1995) 
 
Lack of experience and expertise of the client with contract 
management (Earl,1996; Lacity et al., 1995) 
Measurement problems (Alchian & Demsetz, 1972; Barzel, 1982) 
Lack of experience and expertise of the supplier with the activity (Earl, 
1996) 
Loss of organizational 
competency (Dorn, 1989; 
Earl, 1996; Lacity et al., 
1995) 
Scope of the activities 
Proximity to the core competency (Prahalad & Hamel, 1990) 
Interdependence of activities (Langlois & Robertson, 1992) 
Hidden service costs 
(Lacity & Hirschheim, 
1993) 
 
Complexity of the activities 
Measurement problems (Alchian & Demsetz, 1972) 
Uncertainty (Barzel, 1982) 
 
 (Adapted from Table 1 – Aubert et al., 2001, p. 2) 
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BIJLAGE 2: DETAILLERING ZOEKSTRATEGIE 
 
Hieronder is een beschrijving en verantwoording van de gebruikte zoekstrategie, en de selectiecriteria 
voor de keuze van bronnen per theoretische onderzoeksvraag: 
1. Wat is het risk assessment framework van Aubert en welke kenmerken heeft deze? 
• Benodigde informatie: Een beschrijving van het Risk Assessment Framework van Aubert 
en de kenmerken die deze heeft. 
• Bronnen and parameters: Taal: Engels; Onderzoeksgebied: IT outsourcing risico 
management; Publicatieperiode : De laatste 20 jaar; Soorten literatuur: Wetenschappelijke 
bladen  
• Zoektermen: Risk, Assessment, Framework, Aubert 
• Zoekmethoden en tools: Digitale bronnen OU: http://www.ou.nl/ub; Algemene informatie: 
http://www.google.com  
• Criteria voor bepaling relevatie: Een artikel dient het Risk Assessment framework van 
Aubert als onderwerp te hebben of hier te verwijzingen naar het Risk Assessment 
Framework van Aubert en deze te beschrijven . 
• Bibliographic software: Endnote X4 
 
2. Welke literatuur is er beschikbaar over IT outsourcing risk mitigation?  
• Benodigde informatie: Informatie over bestaande IT outsourcing risk mitigation strategieën 
. 
• Bronnen and parameters: Taal: Engels; Onderzoeksgebied: IT outsourcing risico 
management; Publicatieperiode : De laatste 20 jaar; Soorten literatuur: Wetenschappelijke 
bladen  
• Zoektermen: IT outsourcing, Risk, Mitigation, Strategies 
• Zoekmethoden en tools: Digitale bronnen OU: http://www.ou.nl/ub; Algemene informatie: 
http://www.google.com  
• Criteria voor bepaling relevatie: Een artikel dient het onderzoeken naar risico mitigation 
strategieën als onderwerp te hebben.  
• Bibliographic software: Endnote X4 
 
3. In hoeverre sluiten de gevonden IT outsourcing risk mitigation frameworks aan bij de 
kenmerken van het risk assessment framework van Aubert? 
• Zie zoekstrategie bij onderzoeksvraag 2  
 
4. Welke bekende risk mitigation strategies sluiten aan bij de undesirable outcomes van 
het risk assessment framework van Aubert en verminderen de impact van een 
undesirable outcome? 
• Zie zoekstrategie bij onderzoeksvraag 2 
 
5. Welke bekende risk mitigation strategies sluiten aan bij de risk factors van het risk 
assessment framework van Aubert en verminderen de kans op een undesirable 
outcome? 
• Zie zoekstrategie bij onderzoeksvraag 2:  
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BIJLAGE 3: REFERENTIETHEORIEËN 
 




During the 1960s and early 1970s, economists explored risk sharing among individuals or groups 
(e.g., Arrow, 1971; Wilson, 1968). This literature described the risk-sharing problem as one that 
arises when cooperating parties have different attitudes toward risk. Agency theory broadened this 
risk-sharing literature to include the so-called agency problem that occurs when cooperating parties 
have different goals and division of labor (Jensen & Meckling, 1976; Ross, 1973). Specifically, 
agency theory is directed at the ubiquitous agency relationship, in which one party (the principal) 
delegates work to another (the agent), who performs that work. Agency theory attempts to describe 
this relationship using the metaphor of a contract (Jensen & Meckling, 1976).  
 
Agency theory is concerned with resolving two problems that can occur in agency relationships. The 
first is the agency problem that arises when (a) the desires or goals of the principal and agent conflict 
and (b) it is difficult or expensive for the principal to verify what the agent is actually doing. The 
problem here is that the principal cannot verify that the agent has behaved appropriately. The second 
is the problem of risk sharing that arises when the principal and agent have different attitudes toward 
risk. The problem here is that the principal and the agent may prefer different actions because of the 
different risk preferences. Because the unit of analysis is the contract governing the relationship 
between the principal and the agent, the focus of the theory is on determining the most efficient 
contract governing the principal-agent relationship given assumptions about people (e.g., self-
interest, bounded rationality, risk aversion), organizations (e.g., goal conflict among members), and 
information (e.g., information is a commodity which can be purchased). Specifically, the question 
becomes, Is a behavior-oriented contract (e.g., salaries, hierarchical governance) more efficient than 
an outcome-oriented contract (e.g., commissions, stock options, transfer of property rights, market 
governance)? An overview of agency theory is given in Table 11. The agency structure is applicable 
in a variety of settings, ranging from macrolevel issues such as regulatory policy to microlevel dyad 
phenomena such as blame, impression management, lying, and other expressions of selfinterest. 
Most frequently, agency theory has been applied to organizational phenomena such as 
compensation (e.g., Conlon & Parks, 1988; Eisenhardt, 1985), acquisition and diversification 
strategies (e.g., Amihud & Lev, 1981), board relationships (e.g., Fama & Jensen, 1983; Kosnik, 
1987), ownership and financing structures (e.g., Argawal & Mandelker, 1987; Jensen & Meckling, 
1976), vertical integration (Anderson, 1985; Eccles, 1985), and innovation (Bolton, 1988; Zenger, 
1988). Overall, the domain of agency theory is relationships that mirror the basic agency structure of 
a principal and an agent who are engaged in cooperative behavior, but have differing goals and 
differing attitudes toward risk. 
 
Tabel 13: Agency theory overview 
Key idea Principal-agent relationships should reflect efficient 
organization of information and risk-bearing costs 
Unit of analysis Contract between principal and agent 
Human assumptions  
 
Self-interest  




Partial goal conflict among participants 
Efficiency as the effectiveness criterion  
Information asymmetry between principal and agent 
Information assumption Information as a purchasable commodity 
Contracting problems  
 
Agency (moral hazard and adverse selection)  
Risk sharing 
Problem domain Relationships in which the principal and agent have partly 
differing goals and risk preferences (e.g., compensation, 
regulation, leadership, impression management, whistle-




Theory (Aubert, et al., 
2005) 
According to Transaction Cost theory, the market and the internal organization of a firm are seen as 
alternative mechanisms to regulate a transaction (Coase, 1937). A party will select the mechanism 
which costs less: total costs include production and transaction costs. One of the advantages of using 
the market is that it often provides for lower production costs because of economies of scale and 
scope. On the other hand, using the market entails certain transaction costs: finding the appropriate 
prices, inquiring about the quality of the other party, negotiating, establishing guarantees and bonds, 
etc. These activities are required because Transaction Cost Theory recognizes that humans have 
bounded rationality and are opportunistic (Williamson, 1985). This implies that parties will conclude 
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bargains with imperfect information and will try to take advantage of any asymmetry. The potential 
magnitude of the transaction costs will depend on: the specificity of the assets, the uncertainty 
surrounding the transaction, and the frequency of the transaction. 
 
A concept akin to asset specificity is the level of interdependency of an activity with the other 
activities of the firm. The more interdependent, the higher the switching costs (Langlois & Robertson, 
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BIJLAGE 4: SAMENVATTENDE BESCHRIJVINGEN RISK MITIGATION 
FRAMEWORKS 
 
Risk mitigation framework Samenvatting 
Bahli & Rivard (Bahli & Rivard, 2003) This paper proposes a scenario-based conceptualization of the IT outsourcing risk, 
wherein risk is defined as a quadruplet comprising a scenario, the likelihood of that 
scenario, its consequences and the risk mitigation mechanisms that can attenuate 
or help avoid the occurrence of a scenario.The framework presented in this article 
is based on a risk assessment framework that is widely used in engineering 
(Kaplan and Garrick (1981)). The proposed conceptualization of risk is then applied 
to the specific context of IT outsourcing using previous research on IT outsourcing 
as well as transaction cost and agency theory as a point of departure. (see 
Tabel 14: The IT outsourcing risk assessment framework by Bahli & Rivard) 
Kern, Willcocks and Lacity(Kern, et al., 
2002) 
This paper presents a risk assessment and mitigation framework. The risks 
mentioned in the framework are based on several different papers. The framework 
also includes risk mitigation strategies proven to be useful by a large number of 
their case study and survey respondents. The framework also provides a rating on 
the level of risk a risk has for both traditional IT and netsourcing.  
Lacity & Willcocks (Willcocks, et al., 
1999) 
 
The framework presented in this paper is an analytical framework for risks in IT 
outsourcing, that could provide insights, and which, further developed, could be 
useful to practitioners and other researchers alike. This framework has been 
distilled from case study and survey work. Apart from being built on prior research 
findings, an earlier version of the framework was also productively utilised and 
further developed for present use in earlier case work. The analytical framework 
consists of the following 10 risk factors: 
 
1. Treating IT as an undifferentiated commodity to be outsourced 
2. Incomplete contracting 
3. Lack of active management of the supplier on contract and relationship 
dimensions 
4. Failure to build and retain requisite in-house capabilities and skills 
5. Power asymmetries developing in favour of the vendor 
6. Difficulties in constructing and adapting deals in the face of rapid 
business/technical change 
7. Lack of maturity and experience of contracting for and managing ‘total’ 
outsourcing arrangements 
8. Outsourcing for short term financial restructuring or cash injection rather 
than to leverage IT assets for business advantage 
9. Unrealistic expectations with multiple objectives for outsourcing 
10. Poor sourcing and contracting for development and new technologies 
Mohammed H.A. Tafti (Tafti, 2005) This paper provides a general framework and a check-list of the major risk factors 
related to offshore IT outsourcing. The framework is based on a review of recent 
literature. This paper has identified major risk categories of offshore IT outsourcing 
and discusses various risk factors within each category. The categories for which 
risks are mentioned are: 1) the contract; 2) privacy and security; 3) outsourcing 
decision process; 4) outsourcing scope; 5) diminished technical returns; 6) 
outsourcing hidden costs; 7) loss of expertise. 
Sakthivel (Sakthivel, 2007) This paper provides a table consisting of risks, sources and controls in offshore 
development. Most risk control mechanisms specific to systems development. A 
few are related to strategic ITO.  
Sullivan (Sullivan & Ngwenyama, 2005) The framework presented in this paper was developed by reviewing the research 
literature on IS outsourcing. It was used to analyze the IS outsourcing guidelines 
used by three public jurisdictions. The authors of this paper recognized that in 
general IT outsourcing risk factors fall into two broad categories (1) prescriptions 
for appreciating and managing risk factors and approaches to measuring and 
analyzing risks and constructing specific management instruments to address 
them. From these two streams of research they have identified seven majore risk 
categories: 1) The outsourcer’s lack of experience; 2) Opportunistic behavior by the 
vendor; 3) Vendor’s lack of experience; 4) Vendor financial instability; 5) Vendor 
performance monitoring; 6) Contract horizon and technological discontinuity; 7) 
Loss of core competencies. The framework then presents specific risks within each 
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Tabel 14: The IT outsourcing risk assessment framework by Bahli & Rivard 





1) Asset specificity 
2) Small number of suppliers 
3) Client’s degree of expertise in 
outsourcing contracts 
















7) Client’s degree of expertise in IT 
operations 
8) Client’s degree of expertise in 
outsourcing contracts 
9) Relatedness 
Cost escalation and 
service debasement 
Clan mechanisms 
Use of external expertise 
Disputes and litigation 10) Measurement problems 
11) Supplier’s degree of expertise in IT 
operations 
12) Supplier’s degree of expertise in 
outsourcing contracts 
Cost escalation and 
service debasement 
Alternative methods of 
dispute resolution 
Clan mechanisms 
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(Bahli & Rivard, 
2003) 
 
       
(Sakthivel, 2007)         
(Kern, et al., 
2002) 
 
       
(Tafti, 2005)         
(Willcocks, et al., 
1999) 
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BIJLAGE 6: RELATIETABEL RISK FACTORS EN GEVONDEN LITERATUUR9 
 
                                                     
9
 De risk mitigation frameworks zijn niet allemaal opgenomen in dit verslag.  














(Willcocks, et al., 
1999) 
Lack of experience and expertise of the 
client with the activity (Earl, 1996; Lacity 
et al., 1995, Sappington, 1991) 
 
Relates to risk factor 
1 
Tabel 14: risk factor 
7 
    
Lack of experience of the client with 
outsourcing (Earl, 1996) 
 
Relates to risk factor 
1 
Tabel 14: risk factor 
8 
 Relates to risk factor 
2 
 Relates to risk factor 
7 
Uncertainty about the legal environment 
      
Asset specificity (Williamson, 1985) 
 
Relates to risk factor 
2.4 
Tabel 14: risk factor 
1 
 Relates to risk 
factors 3 
Relates to Contract 
risk post outsourcing 
Relates to risk factor 
5 
Small number of suppliers (Nam et al., 
1996) 
 
Relates to risk factor 
2.3 
Tabel 14: risk factor 
2 
    
Scope (of contract) 
 




Interdependence of activities (Langlois & 
Robertson, 1992) 
 Tabel 14: risk factor 
9 
    
Uncertainty (Alchian & Demsetz, 1972; 
Barzel, 1982) 
 
Relates to risk 
factors 5.1 & 2.1 
Tabel 14: risk factor 
6 
 Relates to risk factor 
9 
 Relates to risk factor 
2 
Technological discontinuity (Lacity et al., 
1995) 
 
Relates to risk factor 
6.2 
     
Task complexity 
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Lack of experience and expertise of the 
client and/or of the supplier with 
outsourcing contracts (Earl, 1996; Lacity 
et al., 1995) 
Relates to risk factor 
3.2 
Tabel 14: risk factor 
3 and 12 
  Relates to several 
contract risk factors 
 
Poor cultural fit 
  Risk factor of 
offshore country 
   
Lack of experience and expertise of the 
supplier with the activity (Earl, 1996) 
 
Relates to risk factor 
3.1 
Tabel 14: risk factor 
11 
    
Supplier size (Earl, 1996) 
 
Relates to risk factor 
4.4 
     
Supplier financial instability (Earl, 1996 ) 
 
Relates to risk factor 
4.1 
  Relates to risk factor 
7 
  
Measurement problems (Alchian & 
Demsetz, 1972; Barzel, 1982) 
 
Relates to risk 
factors 5.2 and 5.3 
Tabel 14: risk factor 
10 
 Relates to risk 
factors 10 
Relates to Contract 
risk service level 
agreements 
 
Lack of experience and expertise of the 
client with contract management 
(Earl,1996; Lacity et al., 1995) 
 
Relates to risk factor 
1 
Tabel 14: risk factor 
3 
    
Scope of the activities 
 
      
Proximity to the core competency 
(Prahalad & Hamel, 1990) 
 
Relates to risk 
factors 7.1 and 7.3 
     
Complexity of the activities 
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BIJLAGE 7: OPERATIONALISERING 
 
EIGENSCHAPSBEGRIP (bron: Bijlage 1) DIMENSIE (bron: Bijlage 1) INDICATOR (Bijlage 2) ITEM IN VRAGENLIJST  
Risk mitigation strategy die aansluit op 
een risk factor en/of undesirable outcome 
van het RAF 
 
Definitie: een praktijk die ontworpen is om 
risico te reduceren en van toepassing is op 
de risk factors en undesirable outcomes 
zoals beschreven in het Risico Management 
Framework van Aubert. 
 
Adopting extensive planning Expert mening of  
een uitgebreide, gedetailleerde en 
realistische planning opstellen een 
effectieve risk mitigation strategy 
is. 
Bent u van mening dat een uitgebreide, gedetailleerde en realistische 
planning effectief kan zijn in het reduceren van IT outsourcing risico?  
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Transferring these costs through 
contract structure to supplier 
Expert mening of  
de kosten die vanuit de IT 
outsourcingrelatie oorspronkelijk 
waren belegd bij de klant, bewust 
laten verleggen naar de 
leverancier en deze contractueel 
vastleggen, een effectieve risk 
mitigation strategy is. 
Bent u van mening dat door kosten, die vanuit de IT outsourcingrelatie 
oorspronkelijk waren belegd bij de klant, te verleggen naar de 
leverancier en deze contractueel vast te leggen, op effectieve wijze IT 
outsourcing risico kan worden gereduceerd? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Use of external expertise Expert mening of het gebruik van 
externe expertise om het gebrek 
aan ervaring van de client met 
deze activiteit te ondervangen, een 
effectieve risk mitigation strategy 
is. 
Bent u van mening dat het gebruik maken van externe expertise 
effectief kan zijn in het reduceren van IT outsourcing risico? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Outsource incrementally with small 
projects and gain experience over 
time 
Expert mening of incrementeel 
outsourcen met kleine projecten 
om ervaring op te doen, een 
effectieve risk mitigation strategy 
is. 
Bent u van mening dat incrementeel outsourcen met kleine projecten 
om ervaring op te doen effectief kan zijn in het reduceren van IT 
outsourcing risico? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Dual Sourcing Expert mening of het gelijktijdig 
gebruik maken van meerdere 
leveranciers voor dezelfde of 
verschillende diensten, een 
effectieve risk mitigation strategy 
is. 
Bent u van mening dat het gebruik maken van dual sourcing effectief 
kan zijn in het reduceren van IT outsourcing risico? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Include material and human 
reversibility clauses 
Expert mening of het opnemen 
van clausules in het contract die 
het mogelijk maken om materiaal 
(hardware, software etc) over te 
nemen van de leverancier, 
wanneer de IT outsourcingrelatie 
met de leverancier wordt 
beëindigd, een effectieve risk 
mitigation strategy is. 
Bent u van mening dat het opnemen van clausules in het contract die 
het mogelijk maken om materiaal (hardware, software etc) over te 
nemen van de leverancier, wanneer de IT outsourcingrelatie met de 
leverancier wordt beëindigd, effectief kan zijn in het reduceren van IT 
outsourcing risico? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Expert mening of het opnemen 
van clausules in het contract die 
Bent u van mening dat het opnemen van clausules in het contract die 
het mogelijk maken om medewerkers over te nemen van de 
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het mogelijk maken om 
medewerkers over te nemen van 
de leverancier, wanneer de IT 
outsourcingrelatie met de 
leverancier wordt beëindigd, een 
effectieve risk mitigation strategy 
is. 
leverancier, wanneer de IT outsourcingrelatie met de leverancier 
wordt beëindigd, effectief kan zijn in het reduceren van IT outsourcing 
risico? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Avoid propriety technologies and 
employ mainstream technologies as 
much as possible. If a specific 
technology is required, ensure that 
adequate capability is maintained 
within the organization to support the 
technology. 
Expert mening of de voorkeur 
geven aan standaard technologie 
en deze technologie consequent 
opnemen van in het IT-outsourcing 
contract, een effectieve risk 
mitigation strategy is. 
Bent u van mening dat het geven van de voorkeur aan standaard 
technologie en deze technologie consequent op te nemen in het IT-
outsourcing contract effectief kan zijn in het reduceren van IT 
outsourcing risico? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Expert mening of het nemen van 
maatregelen om kennis van niet 
standaard technologie in de eigen 
organisatie te behouden, een 
effectieve risk mitigation strategy 
is. 
Bent u van mening dat het nemen van maatregelen, om kennis van 
niet standaard technologieën in de eigen organisatie te behouden, 
effectief kan zijn in het reduceren van IT outsourcing risico? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Check professional references 
thoroughly 
Expert mening of het uitvoeren van 
een grondige analyse van de 
professionele referenties van de 
leveranciers tijdens het 
selectietraject, een effectieve risk 
mitigation strategy is. 
Bent u van mening dat het uitvoeren van een grondige analyse van de 
professionele referenties van de leveranciers effectief kan zijn in het 
reduceren van IT outsourcing risico? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Negotiate flexible contracts that can 
be renegotiated at specified intervals. 
Expert mening of het opnemen 
van flexibiliteit in het contract zodat 
heronderhandelt kan worden op 
specifieke intervallen, een 
effectieve risk mitigation strategy 
is. 
Bent u van mening dat het opnemen van flexibiliteit in het contract, 
zodat op specifieke intervallen heronderhandelt kan worden effectief 
kan zijn in het reduceren van IT outsourcing risico? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Using sequential contracts Expert mening of het gebruik 
maken van opeenvolgende 
contracten met een korte 
looptijd(<= 1,5 jaar), een effectieve 
risk mitigation strategy is. 
Bent u van mening dat het gebruik maken van opeenvolgende 
contracten met een korte looptijd(<= 1,5 jaar) effectief kan zijn in het 
reduceren van IT outsourcing risico? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Develop thorough technology 
transition plans with the vendor. 
Ensure that vendor specifies 
replacement technology. 
Expert mening of het opstellen van 
uitgebreide technologische 
transitieplannen met de 
leverancier, waarbij expliciet 
vervangende technologie wordt 
genoemd, een effectieve risk 
mitigation strategy is. 
Bent u van mening dat het opstellen van uitgebreide technologische 
transitieplannen met de leverancier, waarbij expliciet vervangende 
technologie wordt genoemd, effectief kan zijn in het reduceren van IT 
outsourcing risico? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
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Risico Factor van het RAF 
 
Definitie: een omstandigheid die de 
waarschijnlijkheid op een undesirable 
outcome vergroot en die beschreven is in 
het Risico Management Framework van 
Aubert. 
 
Lack of experience and expertise of 
the client with the activity 
Expert mening of het gebrek aan 
ervaring van de cliënt met een 
activiteit onderdeel dient te zijn 
van een risk assessment. 
Bent u van mening dat het gebrek aan ervaring van de klant met een 
(te outsourcen) activiteit moet worden meegenomen als risicofactor 
tijdens de risk assessment fase van een IT outsourcingsproject? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Lack of experience of the client with 
outsourcing 
Expert mening of het gebrek van 
ervaring met de klant met 
outsourcing onderdeel dient te zijn 
van een risk assessment. 
Bent u van mening dat het gebrek aan ervaring van de klant met IT 
outsourcing moet worden meegenomen als risicofactor tijdens de risk 
assessment fase van een IT outsourcingsproject? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Asset specificity Expert mening of specificiteit van 
bezittingen en investeringen voor 
de IT outsourcingsrelatie 
onderdeel dient te zijn van een risk 
assessment. 
Bent u van mening dat de mate waarin bezittingen en investeringen 
specifiek zijn voor de IT outsourcingsrelatie moeten worden 
meegenomen als risicofactor tijdens de risk assessment fase van een 
IT outsourcingsproject? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Small number of suppliers Expert mening of een klein aantal 
leveranciers onderdeel dient te zijn 
van een risk assessment. 
Bent u van mening dat een klein aantal leveranciers (<=3) moet 
worden meegenomen als risicofactor tijdens de risk assessment fase 
van een IT outsourcingsproject? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Uncertainty Expert mening of onzekerheid met 
betrekking tot ontwikkelingen en 
voortgang binnen de IT 
outsourcingsrelatie onderdeel 
dient te zijn van een risk 
assessment. 
Bent u van mening dat de onzekerheid met betrekking tot de 
ontwikkeling en voortgang binnen de IT outsourcingsrelatie moeten 
worden meegenomen als risicofactor tijdens de risk assessment fase 
van een IT outsourcingsproject? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Technological discontinuity Expert mening of discontinuïteit in 
de technologie door de leverancier 
onderdeel dient te zijn van een risk 
assessment. 
Bent u van mening dat de discontinuïteit in de technologie door de 
leverancier moeten worden meegenomen als risicofactor tijdens de 
risk assessment fase van een IT outsourcingsproject? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Undesirable outcome van het RAF 
 
Definitie: een negatieve uitkomst die 
Unexpected transition 
and management costs 
Expert mening of onverwachte- en 
management kosten onderdeel 
dienen te zijn van een risk 
Bent u van mening dat onverwachte transitie- en managementkosten 
moeten worden meegenomen als risico tijdens de risk assessment 
fase van een IT outsourcingsproject? 
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resulteert in verlies en die beschreven is in 
het Risico Management Framework van 
Aubert. 
assessment. Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Switching costs (including lock-in, 
repatriation, and transfer to another 
supplier) 
Expert mening of kosten die 
ontstaan door de transitie van 
diensten naar een andere 
leverancier of naar de eigen 
organisatie en verhoogd worden 
door lock-in door de leverancier, 
onderdeel dienen te zijn van een 
risk assessment. 
Bent u van mening dat switching kosten moeten worden meegenomen 
als risico tijdens de risk assessment fase van een IT 
outsourcingsproject? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Costly contractual amendments Expert mening of kosten gemaakt 
door aanpassingen in het contract 
als gevolg van gewijzigde 
behoeften bij de klant onderdeel 
dienen te zijn van een risk 
assessment. 
 
Bent u van mening dat kostbare contractuele aanpassingen als gevolg 
van gewijzigde behoeften bij de klant moeten worden meegenomen 
als risico tijdens de risk assessment fase van een IT 
outsourcingsproject? 
Kunt u een aantal specifieke argumenten geven waarop uw mening is 
gebaseerd?  
Expert mening of kosten gemaakt 
door aanpassingen in het contract 
als gevolg van incomplete 
contracten onderdeel dienen te 
zijn van een risk assessment. 
Bent u van mening dat kostbare contractuele aanpassingen als gevolg 
van incomplete contracten moeten worden meegenomen als risico 
tijdens de risk assessment fase van een IT outsourcingsproject? 
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BIJLAGE 8: VRAGENLIJST 
 
 




Deze vragenlijst is een onderdeel van een onderzoeksproject naar meningen van IT outsourcing 
professionals over risico’s, risk factors en risico management strategieën in de IT risk management in 
de praktijk. Om deel te kunnen nemen aan dit onderzoek is het van belang dat u minimaal vijf jaar 
ervaring heeft in IT outsourcing en minimaal éénmaal aan een IT outsourcingstraject heeft 
deelgenomen, waar aan IT risk management is gedaan. 
 
U zult ongeveer 60 minuten nodig hebben om de vragenlijst in te vullen. De informatie die u verstrekt 
zal vertrouwelijk worden behandeld. U hoeft nergens in de vragenlijst uw naam en adres in te vullen.  
 
Uw antwoorden en die van anderen op deze vragenlijst zullen gebruikt worden als de belangrijkste 
verzameling gegevens voor mijn scriptie in Business Process Management & IT aan de Open 
Universiteit in Heerlen.  
 
Als u nog vragen heeft kunt contact met mij opnemen: 





0 Algemene vragen 
 
0.1 Hoeveel jaar ervaring heeft u in IT outsourcing?  
 
 
0.2 Geeft uw alstublieft een beschrijving van de verantwoordelijkheden die u heeft vervuld met 
betrekking tot IT outsourcing?  
 
 




0.4 Geeft u alstublieft een beschrijving van de verantwoordelijkheden die u heeft vervuld met 
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1 Undesirable outcomes 
 
Een onderdeel van IT Outsourcing Risk Assessment is het onderkennen van mogelijke undesirable 
outcomes als gevolg van de IT oursourcingsactiviteiten. Onder een undesirable outcome verstaan we 
een negatieve uitkomst die resulteert in verlies voor de onderneming die de IT outsourcingsdienst 
afneemt. Het Risico Management Framework van Aubert, een conceptueel model Risk Assessment, 
onderkent acht undesirable outcomes. De volgende vragen hebben betrekking op drie van deze acht.  
 
1.1 Onverwachte Transitie en Managementkosten 
 
Uit IT outsourcing literatuur blijkt dat onverwachte transitie en management voorkomen bij IT 
outsourcingsactiviteiten. Deze onvoorziene kosten hebben betrekking hebben op setup kosten, 
redeployment kosten, herlocatiekosten, parallel-running kosten, de benodigde capaciteit van interne 
medewerkers en overige transitie en managementkosten die niet van te voren waren voorzien.  
 
 Ja Nee 
1.1a  Bent u van mening dat onverwachte transitie- en managementkosten 
moeten worden meegenomen als risico tijdens de risk assessment fase 
van een IT outsourcingsproject? 
  
1.1b  Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd? 
 
 
1.2 Switching kosten 
 
Uit IT outsourcing literatuur blijkt dat switching kosten voorkomen bij IT outsourcingsactiviteiten. Dit 
zijn kosten die ontstaan door de transitie van diensten naar een andere leverancier of naar de eigen 
organisatie en die verhoogd worden door lock-in door de leverancier.  
 Ja Nee 
1.2a  Bent u van mening dat switching kosten moeten worden meegenomen als 
risico tijdens de risk assessment fase van een IT outsourcingsproject? 
  
1.2b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd? 
 
 
1.3 Kostbare contractuele aanpassingen 
 
Uit IT outsourcing literatuur blijkt dat kostbare contractuele aanpassingen soms gedaan moeten 
worden naar aanleiding van IT outsourcingsactiviteiten. Dit zijn kosten die gemaakt worden door 
aanpassingen in het initiële contract als gevolg van gewijzigde behoeften van de onderneming en/of 
incomplete contracten die op een later tijdstip aangepast dienen te worden. 
 Ja Nee 
1.3a Bent u van mening dat kostbare contractuele aanpassingen als gevolg van 
gewijzigde behoeften bij de klant moeten worden meegenomen als risico 
tijdens de risk assessment fase van een IT outsourcingsproject? 
  
1.3b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
1.3c Bent u van mening dat kostbare contractuele aanpassingen als gevolg van 
incomplete contracten moeten worden meegenomen als risico tijdens de risk 
assessment fase van een IT outsourcingsproject? 
  
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2 Risk factors 
 
Een onderdeel van IT Outsourcing Risk Assessment is het onderkennen van mogelijke risk factors. 
Onder een risicofactor verstaan we een omstandigheid die de waarschijnlijkheid op een undesirable 
outcome vergroot. Het Risk Assessment Framework van Aubert onderkent per undesirable outcome 
een aantal risk factors. De volgende vragen hebben betrekking op zeven risk factors die van invloed 
zijn op de ongewenste uikomsten: onverwachte transitie- en managementkosten, switching kosten en 
kostbare contractuele aanpassingen. 
 
2.1 Risk factors mbt tot onverwachte transitie- en managementkosten 
2.1.1a Bent u van mening dat het gebrek aan ervaring van de klant met een (te 
outsourcen) activiteit moet worden meegenomen als risicofactor tijdens de risk 
assessment fase van een IT outsourcingsproject? 
  
2.1.1b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.1.2a Bent u van mening dat het gebrek aan ervaring van de klant met IT 
outsourcing moet worden meegenomen als risicofactor tijdens de risk 
assessment fase van een IT outsourcingsproject? 
 
  
2.1.2b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
 
2.2 Risk factors mbt tot switching kosten 
2.2.1a Bent u van mening dat de mate waarin bezittingen en investeringen specifiek 
zijn voor de IT outsourcingsrelatie moeten worden meegenomen als 
risicofactor tijdens de risk assessment fase van een IT outsourcingsproject? 
  
2.2.1b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.2.1c Bent u van mening dat de verminderde waarde van bezittingen en 
investeringen bij hergebruik in een andere IT outsourcingsrelatie moet worden 
meegenomen als risicofactor tijdens de risk assessment fase van een IT 
outsourcingsproject? 
  
2.2.1d Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.2.2a Bent u van mening dat een klein aantal leveranciers (3 of minder) moet 
worden meegenomen als risicofactor tijdens de risk assessment fase van een 
IT outsourcingsproject?  
 
  
2.2.2b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
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2.3 Risk factors mbt tot kostbare contractuele aanpassingen 
2.3.1a Bent u van mening dat de onzekerheid met betrekking tot de ontwikkeling en 
voortgang binnen de IT outsourcingsrelatie moeten worden meegenomen als 
risicofactor tijdens de risk assessment fase van een IT outsourcingsproject? 
  
2.3.1b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.3.2a Bent u van mening dat de discontinuïteit in de technologie door de leverancier 
moeten worden meegenomen als risicofactor tijdens de risk assessment fase 
van een IT outsourcingsproject? 
 
  




3 Risico management strategieën en hun effectiviteit 
 
Een onderdeel van IT Outsourcing Risk Assessment is het toepassen van risico management 
strategieën om IT outsourcing risico’s te verminderen.  
 
In dit onderzoek verstaan we onder een risico management strategie, een praktijk die ontworpen is om 
risico te reduceren door de vermindering van de waarschijnlijkheid op een undesirable outcome of 
door de vermindering van het verlies als gevolg van een undesirable outcome.  
 
De volgende vragen hebben betrekking op de zeven risk factors en drie ongewenste uikomsten die 
eerder in de vragenlijst zijn voorgekomen. 
 
2.4 Risico management strategieën JA NEE 
2.4.1a Bent u van mening dat een uitgebreide, gedetailleerde en realistische 
planning effectief kan zijn in het reduceren van IT outsourcing risico?  
  
2.4.1b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.4.2a Bent u van mening dat door kosten, die vanuit de IT outsourcingrelatie 
oorspronkelijk waren belegd bij de klant, te verleggen naar de leverancier en 
deze contractueel vast te leggen, op effectieve wijze IT outsourcing risico kan 
worden gereduceerd? 
  
2.4.2b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.4.3a Bent u van mening dat het gebruik maken van externe expertise effectief kan 
zijn in het reduceren van IT outsourcing risico? 
 
  
2.4.3b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.4.4a Bent u van mening dat incrementeel outsourcen met kleine projecten om 
ervaring op te doen effectief kan zijn in het reduceren van IT outsourcing 
  
Open Universiteit 
Risicomanagement van IT outsourcing   62/112  
risico? 
2.4.4b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.4.5a Bent u van mening dat het gebruik maken van dual sourcing effectief kan zijn 
in het reduceren van IT outsourcing risico? 
  
2.4.5b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.4.5c Bent u van mening dat het gelijktijdig gebruik maken van meerdere 
leveranciers (incl. interne afdeling) voor dezelfde of verschillende diensten 
effectief kan zijn in het reduceren van IT outsourcing risico? 
  
2.4.5d Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.4.6a Bent u van mening dat het opnemen van clausules in het contract die het 
mogelijk maken om materiaal (hardware, software etc) over te nemen van de 
leverancier, wanneer de IT outsourcingrelatie met de leverancier wordt 
beëindigd, effectief kan zijn in het reduceren van IT outsourcing risico? 
  
2.4.6b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.4.6c Bent u van mening dat het opnemen van clausules in het contract die het 
mogelijk maken om medewerkers over te nemen van de leverancier, 
wanneer de IT outsourcingrelatie met de leverancier wordt beëindigd, 
effectief kan zijn in het reduceren van IT outsourcing risico? 
  
2.4.6d Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.4.7a Bent u van mening dat het geven van de voorkeur aan standaard technologie 
en deze technologie consequent op te nemen in het IT-outsourcing contract 
effectief kan zijn in het reduceren van IT outsourcing risico? 
  
2.4.7b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.4.8a Bent u van mening dat het nemen van maatregelen, om kennis van niet 
standaard technologieën in de eigen organisatie te behouden, effectief kan 
zijn in het reduceren van IT outsourcing risico? 
 
  
2.4.8b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.4.9a Bent u van mening dat het uitvoeren van een grondige analyse van de 
professionele referenties van de leveranciers effectief kan zijn in het 
reduceren van IT outsourcing risico? 
 
  
2.4.9b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
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2.4.10a Bent u van mening dat het opnemen van flexibiliteit in het contract, zodat op 
specifieke intervallen heronderhandelt kan worden effectief kan zijn in het 
reduceren van IT outsourcing risico? 
  
2.4.10b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.4.11a Bent u van mening dat het gebruik maken van opeenvolgende contracten 
met een korte looptijd(<= 1,5 jaar) effectief kan zijn in het reduceren van IT 
outsourcing risico? 
  
2.4.11b Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
2.4.12a Bent u van mening dat het opstellen van uitgebreide technologische 
transitieplannen met de leverancier, waarbij expliciet vervangende 









4 Overige opmerkingen 
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Feedback vragen voor testgroep 
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BIJLAGE 9: GEGEVENSVERZAMELING: SURVEY RESPONSE 
 
 
Response respondent 1 
  
Hoeveel jaar ervaring heeft u in IT outsourcing?  
 10 jaar of meer  
 
Geeft uw alstublieft een beschrijving van de verantwoordelijkheden die u heeft vervuld met betrekking tot 
IT outsourcing?  
I am a Certified Outsourcing Professional (COP), awarded by the International Association of 
Outsourcing Professionals (IAOP), which is a Global organisation for Outsourcing standards across Industries. I 
am also working for the second largest oursourcing service provider (EDS and now HP) for the last 15 years, 
primarily focussing on outsourcing applications services business to offshore locations and on-site contract 
management. I lead the Country operations for Applications Services business for about 5 years and currently 
leading in a regional role to govern the business, end to end.  
Bent u wel eens verantwoordelijk geweest voor de risk management van een IT outsourcingstraject?  
 Ja  
 
Geeft u alstublieft een beschrijving van de verantwoordelijkheden die u heeft vervuld met betrekking tot 
risk management in IT outsourcingstrajecten.  
 I had managed the delivery and financial risks, as part of delivering the Outsourcing contract to the 
second largest bank in my location. The span of the risk coverage included Transformation projects, on-going 
service delivery, Service levels enhancements year-on-year, Industry Standards certifications (ISO / CMMI) within 
specific timelines and sustainance of those standards and resource levelling.  
    
Bent u van mening dat onverwachte transitie- en managementkosten moeten worden meegenomen als 
risico tijdens de risk assessment fase van een IT outsourcingsproject?  
 Nee 
  
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 These costs should be viewed as an investment for the proposed outcome of the whole outsourcing 
program, which could be to remain competitive in the client's primary business market, better focus of their 
resources in their core business, benefitting from the core skills of the outsourcerer and the relative cost savings 
that are factored in to the multi year agreement.  
 
Bent u van mening dat switching kosten moeten worden meegenomen als risico tijdens de risk 
assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 If not managed, these costs could become uncontrollable. Hence, a certain % of risk shall be assumed to 
better govern this activity planning and execution.  
 
Bent u van mening dat kostbare contractuele aanpassingen als gevolg van gewijzigde behoeften bij de 
klant moeten worden meegenomen als risico tijdens de risk assessment fase van een IT 
outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 A contract is being written based on the customer requirements at the time of engagement with the 
oursourcing supplier. Unless some advance planning from the business perspective is baked in to the contract, 
the customer should view this contractual amendments as part of the change in their business priorities. At the 
same time, they should also look at other existing areas in the contract to see if any existing arrangements shall 
be offset with the new changes, unless they are business growth based needs.  
 
Bent u van mening dat kostbare contractuele aanpassingen als gevolg van incomplete contracten moeten 
worden meegenomen als risico tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Incomplete contracts are always a huge risk both for the customer and the service provider in a 
outsourcing relationship. Hence, this should be considered a risk and appropriate efforts should be spent on 
addressing this risk upfront.  
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Bent u van mening dat het gebrek aan ervaring van de klant met een (te outsourcen) activiteit moet 
worden meegenomen als risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 There will be a cultural shock with the customer, based on outsourcing and this should be considered a 
risk, since this could derail the outsourcing relationship.  
 
Bent u van mening dat het gebrek aan ervaring van de klant met IT outsourcing moet worden 
meegenomen als risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 A paradigm shift is required with the customer base to digest the impact of outsourcing. This will require 
a strong Management of Change (MoC) approach for successful results.  
   
Bent u van mening dat een klein aantal leveranciers (3 of minder) moet worden meegenomen als 
risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 It depends upon the size of the portfolio that is being outsourced. Hence, there cannot be a straight 
answer to this. Also, the Industry had witnessed the model moving away from a Single vendor to multi vendor 
concept for outsourcing just to keep up the pricing pressure amongst the vendors. A right balance between the 
size of the portfolio and the number of suppliers is critical.  
 
Bent u van mening dat de onzekerheid, met betrekking tot de ontwikkeling en voortgang, binnen de IT 
outsourcingsrelatie moet worden meegenomen als risicofactor tijdens de risk assessment fase van een IT 
outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
  
Absolutely. Since the relationship is new to both parties, a risk factor should be considered at the agreement 
phase. Only with that proper governance touch points and expected results shall be planned to mitigate that risk.
  
 
Bent u van mening dat de discontinuïteit in de technologie door de (outsourcing) leverancier moet 
worden meegenomen als risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Very important too. The supplier should be validated for their performance on adaptability to new 
technologies, prior to the selection process. Otherwise, this could be the key derailer for the outsourcing 
relationship and more so for the core business of the customer themselves.  
   
Bent u van mening dat een uitgebreide, gedetailleerde en realistische planning effectief kan zijn in het 
reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Unless you measure, you cannot manage. Hence a detailed planning is absolutely critical in reducing IT 
outsourcing risks. 
 
Bent u van mening dat door kosten, die vanuit de IT outsourcingrelatie oorspronkelijk waren belegd bij de 
klant, te verleggen naar de leverancier en deze contractueel vast te leggen, op effectieve wijze IT 
outsourcing risico kan worden gereduceerd?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Even though the original costs are transferred to the supplier, the client will still have to pay a monthly 
charge to the supplier. This need to be reviewed to see, if the client is achieving the savings that is being 
proposed by the supplier, over a period of time. Otherwise, it is still a high risk item.  
 
Bent u van mening dat het gebruik maken van externe expertise effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Ja  
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Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Yes very much. The Third Party Intermediaries (TPI) can be effective in reducing IT outsourcing risk. 
IAOP is one such organisation that advocates the outsourcing standards and certifies the right skilled people as 
Outsourcing Professionals to perform this type of activities between a client and a supplier.  
 
Bent u van mening dat incrementeel outsourcen met kleine projecten om ervaring op te doen effectief kan 
zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Yes, it can certainly achieve that confidence. But need to be cautious on the duration of this "over time" 
and should not lose the focus on the big picture of outsourcing results when compared to the individual project's 
performances.  
 
Bent u van mening dat het gebruik maken van dual sourcing effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Not necessarily. Unless the client base has the expertise and time to manage both the sourcerers, this 
itself could be a daunting task for the client.  
 
Bent u van mening dat het gelijktijdig gebruik maken van meerdere leveranciers (incl. interne afdeling) 
voor dezelfde of verschillende diensten, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 With effective Multi Vendor Management expertise and approach, this certainly is a good option.  
 
Bent u van mening dat het opnemen van clausules in het contract die het mogelijk maken om materiaal 
(hardware, software etc) over te nemen van de leverancier, wanneer de IT outsourcingrelatie met de 
leverancier wordt beëindigd, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 To some extent, at least from the environment perspective. But the skills take over could be a challenge 
for sure.  
 
Bent u van mening dat het opnemen van clausules in het contract die het mogelijk maken om 
medewerkers over te nemen van de leverancier, wanneer de IT outsourcingrelatie met de leverancier 
wordt beëindigd, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Even if the clause shall exists, not all the employees would be willing to join back the client. Hence, this 
clause may not be fool proof.  
 
Bent u van mening dat het geven van de voorkeur aan standaardtechnologie en deze technologie 
consequent op te nemen in het IT-outsourcing contract, effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Absolutely. The right technology that suits the business environment and its growth speed is essential in 
reducing IT outsourcing risk. 
  
Bent u van mening dat het nemen van maatregelen, om kennis van niet standaard technologieën in de 
eigen organisatie te behouden, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Yes, to some extent. But, as an alternative, it is better to modernize the non-standard technology to align 
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Bent u van mening dat het uitvoeren van een grondige analyse van de professionele referenties van de 
leveranciers, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 To some extent. But need to be mindful that outsourcing relationships should be based on an partnership 
approach with a win-win attitude. Hence, a thorough analysis of the references alone may not be a success 
criteria for a healthy relationship.  
 
Bent u van mening dat het opnemen van flexibiliteit in het contract, zodat op specifieke intervallen 
heronderhandelt kan worden, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Given that both business and technological environments are changing at a rapid pace, it is essential to 
keep up pace with those changes to remain competitive. Hence, a flexible contract is the best option to reduce IT 
outsourcing risk. 
  
Bent u van mening dat het gebruik maken van opeenvolgende contracten met een korte looptijd (1,5 jaar 
of minder), effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 This is similar to having a flexible contract, with a renewal option in these intervals.  
 
Bent u van mening dat het opstellen van uitgebreide technologische transitieplannen met de leverancier, 
waarbij expliciet vervangende technologie wordt genoemd, effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 This is absolutely essential to ensure the client is able to take advantages of the current technology, with 
this transition plan, as part of outsourcing.   
 
Heeft u opmerkingen over de vragen die voorkwamen in deze survey? 
 
 In my perception, the survey questions are more towards the risks related to a supplier scenario. I 
suggest you to think about the risks within the client environment, when they decide to ousource their IT function, 
i.e. How does the client organisation gear up to make this outsourcing relationship a success within their 
environment and achieve the desired results for their core business? Some of the areas to consider are - 
Business Users expectations management - Creating an extended organisation feel for the supplier teams - 
Engaging the outsource supplier in the business planning process - Management of Change to adapt to the 
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Response respondent 2 
 
Hoeveel jaar ervaring heeft u in IT outsourcing?  
 10 jaar of meer  
 
Geeft uw alstublieft een beschrijving van de verantwoordelijkheden die u heeft vervuld met betrekking tot 
IT outsourcing?  
 Initially managing performance of 1 outsourced partner (Apps and Infra) to a business unit. Then vendor 
assessment for the company as it moved to migrate to multi sourcing. Assessed potential vendors for Application 
Development & Maintenance, then operationalised the transition. Subsequently managed the contract for 4 years, 
as well as managed smaller relationships with other ESPs  
 
Bent u wel eens verantwoordelijk geweest voor de risk management van een IT outsourcingstraject?  
 Ja  
 
Geeft u alstublieft een beschrijving van de verantwoordelijkheden die u heeft vervuld met betrekking tot 
risk management in IT outsourcingstrajecten.  
 Ensuring handover from 1 ESP to another went smoothly, and that risks were assessed and mitigated.
  
Bent u van mening dat onverwachte transitie- en managementkosten moeten worden meegenomen als 
risico tijdens de risk assessment fase van een IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 They should be planned for with a contingency budget put in place to cover any that arise.  
 
Bent u van mening dat switching kosten moeten worden meegenomen als risico tijdens de risk 
assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Some of these costs may be hard to fully assess in advance, which means that estimates/provisions 
have to be made. This can make it difficult to know the true business benefits beforehand, and the true 
cost/benefits only becomes known when the project is complete.  
 
Bent u van mening dat kostbare contractuele aanpassingen als gevolg van gewijzigde behoeften bij de 
klant moeten worden meegenomen als risico tijdens de risk assessment fase van een IT 
outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 It is vital and also should be achievable to get the scope of the original outsourcing correct. Once this is 
done, it limits the need for costly changes. So requirements definition/freeze is essential.  
 
Bent u van mening dat kostbare contractuele aanpassingen als gevolg van incomplete contracten moeten 
worden meegenomen als risico tijdens de risk assessment fase van een IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 It is essential that professional advice from 3rd party groups e.g. Gartner and your own companies legal 
advice is taken to ensure that the contract is complete.  
 
Bent u van mening dat het gebrek aan ervaring van de klant met een (te outsourcen) activiteit moet 
worden meegenomen als risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
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 Internal factors can significantly affect the success of a project e.g. understanding the need to make 
internal resources available at the appropriate time to validate activity.  
 
Bent u van mening dat het gebrek aan ervaring van de klant met IT outsourcing moet worden 
meegenomen als risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Yes - It is something to consider and plan for e.g communication sessions internally, in terms of how 
things are going to work, both for the transition process and in the "new world"  
 
Bent u van mening dat de mate waarin bezittingen en investeringen specifiek zijn voor de IT 
outsourcingsrelatie, moet worden meegenomen als risicofactor tijdens de risk assessment fase van een 
IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Understanding things like intellectual property rights, software licensing is important i.e You need to 
know what you have, and what you are able to let the outsourcer use, and if there is any cost associated, 
particularly with offshore use (legal sign offs or licensing rules) 
 
Bent u van mening dat een klein aantal leveranciers (3 of minder) moet worden meegenomen als 
risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 The relationships with other suppliers, and future working practices need to be assesssed and processes 
drawn up, so any risks e.g breakdown of resolving an incident because inter supplier relations aren't working, are 
addressed.  
 
Bent u van mening dat de onzekerheid, met betrekking tot de ontwikkeling en voortgang, binnen de IT 
outsourcingsrelatie moet worden meegenomen als risicofactor tijdens de risk assessment fase van een IT 
outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Relationships grow over time. It is important that the project planning takes this into account with a 
governance model agreed, to include appropriate meetings at all required levels. (Frequencies agreed by the 
involved parties)  
 
Bent u van mening dat de discontinuïteit in de technologie door de (outsourcing) leverancier moet 
worden meegenomen als risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 It is essential to assess how the supplier can provide the required service, and understand/assess any 
plans to mitigate risk.  
 
Bent u van mening dat een uitgebreide, gedetailleerde en realistische planning effectief kan zijn in het 
reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 If you worked to understand the risks, you can plan to deal with most if not all of the issues. This 
preparation will minimise impact to the business, and keep additional cost down to a minimum.  
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Bent u van mening dat door kosten, die vanuit de IT outsourcingrelatie oorspronkelijk waren belegd bij de 
klant, te verleggen naar de leverancier en deze contractueel vast te leggen, op effectieve wijze IT 
outsourcing risico kan worden gereduceerd?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Because risk mitigation in outsourcing is not specifically about cost, it is also about things like service 
continuity/improvement  
 
Bent u van mening dat het gebruik maken van externe expertise effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 It is one tool to use. It can act as a guide to your internal team, particularly if they are inexperienced, but 
also to confirm best practice. It can also offer something of a "neutral pair of eyes" between the customer and the 
outsourcer.  
Bent u van mening dat incrementeel outsourcen met kleine projecten om ervaring op te doen effectief kan 
zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 It is one approach and can work, particularly to build experience but NB the problem with this is that it 
may reduce the opportunities and associated benefits of aggregating work into a large outsourcing project. It also 
potentially duplicates effort.  
 
Bent u van mening dat het gelijktijdig gebruik maken van meerdere leveranciers (incl. interne afdeling) 
voor dezelfde of verschillende diensten, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Personally I am in favor of an outsourcing model, where a vendor has responsibility for a given area, 
governed my internal teams. The risk of multiple vendors for the same service means it is possible to blame the 
other party. Different vendors for different services is fine, and creates a level of a) competition for the services 
when the contracts become available, and b) enables comparison of vendors performance during the contracts.
  
 
Bent u van mening dat het opnemen van clausules in het contract die het mogelijk maken om materiaal 
(hardware, software etc) over te nemen van de leverancier, wanneer de IT outsourcingrelatie met de 
leverancier wordt beëindigd, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 This sort of clause just ensures that you are in a better position to do what you want at the end of the 
contract e.g bring it back in house or switch to another supplier.  
 
Bent u van mening dat het opnemen van clausules in het contract die het mogelijk maken om 
medewerkers over te nemen van de leverancier, wanneer de IT outsourcingrelatie met de leverancier 
wordt beëindigd, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 It ensures that potentially key skills/knowledge are still available to you if you want to bring the service 
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Bent u van mening dat het geven van de voorkeur aan standaardtechnologie en deze technologie 
consequent op te nemen in het IT-outsourcing contract, effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 It makes it easier for the supplier to maintain the team if the skills are widely available in the market 
place. Niche skills create problems in maintaining or increasing the team sized as the contract progresses.  
 
Bent u van mening dat het nemen van maatregelen, om kennis van niet standaard technologieën in de 
eigen organisatie te behouden, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 This is vital, (See answer to previous question) A skills matrix of knowledge to understand the risks for 
each application is vital, and a plan by supplier to ensure a consistent supply of available resource with the right 
knowledge/skills  
 
Bent u van mening dat het uitvoeren van een grondige analyse van de professionele referenties van de 
leveranciers, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 It will always help, and should be supported by reference visits to existing customers before agreeing a 
contract with that supplier.  
 
Bent u van mening dat het opnemen van flexibiliteit in het contract, zodat op specifieke intervallen 
heronderhandelt kan worden, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Yes, it will help to avoid the supplier beoming complacent, and give you a "get out" option should you 
feel vulnerable to serious risk.  
 
Bent u van mening dat het gebruik maken van opeenvolgende contracten met een korte looptijd (1,5 jaar 
of minder), effectief kan zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 I think if the contract is too short it builds in a different sort of risk. There has to be some incentive to the 
supplier to build and maintain a team, and be able to show service improvement.  
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Response respondent 3 
Hoeveel jaar ervaring heeft u in IT outsourcing?  
 10 jaar of meer  
 
Geeft uw alstublieft een beschrijving van de verantwoordelijkheden die u heeft vervuld met betrekking tot 
IT outsourcing?  
 I run an own company giving management consultancy to European companies wanting to 
outsource/offshore/farshore IT, R&D or production. I also shape or re-organize outsourcing on request of 
customers.  
 
Bent u wel eens verantwoordelijk geweest voor de risk management van een IT outsourcingstraject?  
 Ja  
 
Geeft u alstublieft een beschrijving van de verantwoordelijkheden die u heeft vervuld met betrekking tot 
risk management in IT outsourcingstrajecten.  
 All project risks related to setting up a IT centre as a subsidiary abroad. 
  
   
Bent u van mening dat onverwachte transitie- en managementkosten moeten worden meegenomen als 
risico tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 1) the low success rate of doing a first project abroad without external guidance 2) the low (financial) 
gain during the first few years of going "offshore" 3)the way most first outsource projects face serious delays
  
 
Bent u van mening dat switching kosten moeten worden meegenomen als risico tijdens de risk 
assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 
 The salaries of farshore countries range from 10 to 35 % of ours, yet the overall gain of most companies 
does not go beyond 20 to 25% compared with doing the same IT in-house.  
 
Bent u van mening dat kostbare contractuele aanpassingen als gevolg van gewijzigde behoeften bij de 
klant moeten worden meegenomen als risico tijdens de risk assessment fase van een IT 
outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 More than with onsite projects, changing requirements becomes very visible and time consuming as it 
takes time to fully understand the impact of changes.  
 
Bent u van mening dat kostbare contractuele aanpassingen als gevolg van incomplete contracten moeten 
worden meegenomen als risico tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Too often, managers are too eager to start early, resulting in contracts on incomplete requirements and 
neglecting support or maintenance afterwards while it is extremely difficult to change providers once some 
development has been done.  
  
   
Bent u van mening dat het gebrek aan ervaring van de klant met een (te outsourcen) activiteit moet 
worden meegenomen als risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 In fact this is the purpose of the existence of my company. I would be out of the market soon in case this 
wouldn’t be a risk. My advice is intended to reduce these numerous risks related to the lack of experience. 
Unfortunately, I usually only get involved when a lot of money has already been thrown away.  
 
Bent u van mening dat het gebrek aan ervaring van de klant met IT outsourcing moet worden 
meegenomen als risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
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 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 There is a huge different between local outsourcing and offshore outsourcing, yet most people only start 
to understand this once the projects should come to a delivery or once the first project budget is almost 
completely consumed.  
 
Bent u van mening dat de mate waarin bezittingen en investeringen specifiek zijn voor de IT 
outsourcingsrelatie, moet worden meegenomen als risicofactor tijdens de risk assessment fase van een 
IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Most of the time, assets are well defined and an outsourcing partner should be chosen offering the right 
assets and platforms. It all comes to carefully selecting the best partner.  
 
Bent u van mening dat de verminderde waarde van bezittingen en investeringen bij hergebruik in een 
andere IT outsourcingsrelatie, moet worden meegenomen als risicofactor tijdens de risk assessment fase 
van een IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Reduced value of assets occur in site as well as with an outsource partner. There is no reason to 
assume any difference. What you "lose" as assets, you gain on not having to invest.  
 
Bent u van mening dat een klein aantal leveranciers (3 of minder) moet worden meegenomen als 
risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 It depends. Consolidation can be a solution (I once had a customer who was working with 146 IT 
suppliers) but consolidation to a few 'preferred suppliers' also increases the dependency and may endanger the 
continuity.  
 
Bent u van mening dat de onzekerheid, met betrekking tot de ontwikkeling en voortgang, binnen de IT 
outsourcingsrelatie moet worden meegenomen als risicofactor tijdens de risk assessment fase van een IT 
outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 In case you can't manage it well, you usually only hear "good news stories" and reports until the moment 
of delivery, especially when outsourcing to cultures where "bad news" is never given to superiors.  
Bent u van mening dat de discontinuïteit in de technologie door de (outsourcing) leverancier moet 
worden meegenomen als risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Especially in IT there is no real technological discontinuity. Programming languages are highly 
standardized, processes are (ITIL), and even projects are (Prince2, PMBok, ...). It all comes to carefully select the 
right partner who adheres to the same suite of tools and processes in order to have a truly exchangeable 
partnership in which you can decide to swap partners of to insource again at any time.  
  
Bent u van mening dat een uitgebreide, gedetailleerde en realistische planning effectief kan zijn in het 
reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 On the condition that the detailed plan is build around intermediate (and verifyable) deliverables and that 
all deliverables are formally "tested" prior to be accepted.  
 
Bent u van mening dat door kosten, die vanuit de IT outsourcingrelatie oorspronkelijk waren belegd bij de 
klant, te verleggen naar de leverancier en deze contractueel vast te leggen, op effectieve wijze IT 
outsourcing risico kan worden gereduceerd?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
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 Not always. Just transferring costs does not solve things. transferring responsibilities, formalized into 
very well defined SLA may reduce the risk more than just transferring costs.  
 
Bent u van mening dat het gebruik maken van externe expertise effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Without external management guidance, most first projects have very little chance to be successful and 
profitable at the same time.  
 
Bent u van mening dat incrementeel outsourcen met kleine projecten om ervaring op te doen effectief kan 
zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 You don't learn to swim when practicing in a small bath thub. Small projects do not reflect the complexity 
of larger ones. There is also the difficulty of passing on the responsibility, which hardly happens when only 
outsourcing small bits and pieces. in that case, you keep all the responsibility at your premises.  
Bent u van mening dat het gebruik maken van dual sourcing effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Sometimes, on the condition that both suppliers don't know each other too well.  
 
Bent u van mening dat het gelijktijdig gebruik maken van meerdere leveranciers (incl. interne afdeling) 
voor dezelfde of verschillende diensten, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 In some cases, and on the conditions that processes and responsibilities are well defined, multiple 
involvement of different parties (internal and external) can reduce risks in terms of being each others' backup or 
2nd line.  
 
Bent u van mening dat het opnemen van clausules in het contract die het mogelijk maken om materiaal 
(hardware, software etc) over te nemen van de leverancier, wanneer de IT outsourcingrelatie met de 
leverancier wordt beëindigd, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Most of the time, shipping technology equipment to and from offshore destinations is not very obvious. 
Some hardware suppliers even do not allow this by contract.  
 
Bent u van mening dat het opnemen van clausules in het contract die het mogelijk maken om 
medewerkers over te nemen van de leverancier, wanneer de IT outsourcingrelatie met de leverancier 
wordt beëindigd, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 This can only be applicable when outsourcing locally, which is not my business. However, even when 
using locals, you must take into account that many of those suppliers work with freelancers who do not want to 
work on permanent positions.  
 
Bent u van mening dat het geven van de voorkeur aan standaardtechnologie en deze technologie 
consequent op te nemen in het IT-outsourcing contract, effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 The best way to reduce risks is to stick to well known and widely accepted standards in technologies, 
tools, project management, processes.  
Bent u van mening dat het nemen van maatregelen, om kennis van niet standaard technologieën in de 
eigen organisatie te behouden, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
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 All parties should know about what they're talking unless you buy a "IT service" rather than an IT 
environment or application. Otherwise the partner can heavily over estimate the amount of work involved without 
you knowing it. As a result you will pay way too much.  
 
Bent u van mening dat het uitvoeren van een grondige analyse van de professionele referenties van de 
leveranciers, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Especially in case you compare the needs of the references with yours. It halps to find a truly matching 
partner.  
 
Bent u van mening dat het opnemen van flexibiliteit in het contract, zodat op specifieke intervallen 
heronderhandelt kan worden, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Yes, especially in case that you lack knowledge or requirements. The drawback is of course that you 
can't budget for the project upfront. In fact, doing so reflects your weakness, not the weakness of the outsourcing 
partner. However, too often you have no choice other than doing so.  
 
Bent u van mening dat het gebruik maken van opeenvolgende contracten met een korte looptijd (1,5 jaar 
of minder), effectief kan zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 The outsourcing partner does not take your partnership for granted. Of course, a few intermediate follow 
up or steering meeting should be scheduled in order to support this approach.  
 
Bent u van mening dat het opstellen van uitgebreide technologische transitieplannen met de leverancier, 
waarbij expliciet vervangende technologie wordt genoemd, effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Knowledge transfer in both directions should be an integral part of the contract and reduced the 
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Response 4  
 
Hoeveel jaar ervaring heeft u in IT outsourcing?  
 10 jaar of meer  
 
Geeft uw alstublieft een beschrijving van de verantwoordelijkheden die u heeft vervuld met betrekking tot 
IT outsourcing?  
 Experienced Key Accounts Manager of large IT Outsourcing accounts (IBM Strategic Outsorcing Project 
Executive) Successful development negotiation and signing of two major Outsourcing deals during the past 8 
months (US$10+ and US$72+ respectively).   
 
Bent u wel eens verantwoordelijk geweest voor de risk management van een IT outsourcingstraject?  
 Ja  
 
Geeft u alstublieft een beschrijving van de verantwoordelijkheden die u heeft vervuld met betrekking tot 
risk management in IT outsourcingstrajecten.  
 As key account manager.  
  
Bent u van mening dat onverwachte transitie- en managementkosten moeten worden meegenomen als 
risico tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Mostly as a result of inadequate due diligence before contract signature and very often as a result of 
customer's scope creep or incomplete information provided to service provider. May also result from under-
scoping of the effort by the Service provider to come in at a saleable price to customer at time of contract 
signature.  
 
Bent u van mening dat switching kosten moeten worden meegenomen als risico tijdens de risk 
assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Switching often occurs as a result of a customer being unhappy with an existing service provider. Two 
things usually influence the risk levels of switching. The new service provider under estimating under stating the 
cost to secure the business, or the existing service provider unwilling to provide adequate switching assistance 
because of losing the contract.  
 
Bent u van mening dat kostbare contractuele aanpassingen als gevolg van gewijzigde behoeften bij de 
klant moeten worden meegenomen als risico tijdens de risk assessment fase van een IT 
outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Mostly as a result of the initial scope not being clear. Sometimes because the customer has not provided 
the required detail, sometimes the service provider understates / underestimates customers environment, 
sometimes due to bad communication.  
 
Bent u van mening dat kostbare contractuele aanpassingen als gevolg van incomplete contracten moeten 
worden meegenomen als risico tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Same as previous response  
 
Bent u van mening dat het gebrek aan ervaring van de klant met een (te outsourcen) activiteit moet 
worden meegenomen als risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
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Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Customers often under-estimate the management overhead and requirements for the customer’s 
retained organisation to manage a complex outsourcing agreement. This frequently results in a contract going 
bad quickly as a lack of trust builds between the parties.  
 
Bent u van mening dat het gebrek aan ervaring van de klant met IT outsourcing moet worden 
meegenomen als risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Same as previous  
 
Bent u van mening dat de mate waarin bezittingen en investeringen specifiek zijn voor de IT 
outsourcingsrelatie, moet worden meegenomen als risicofactor tijdens de risk assessment fase van een 
IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 I don't see the relevance  
 
Bent u van mening dat de verminderde waarde van bezittingen en investeringen bij hergebruik in een 
andere IT outsourcingsrelatie, moet worden meegenomen als risicofactor tijdens de risk assessment fase 
van een IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Same as previous  
 
Bent u van mening dat een klein aantal leveranciers (3 of minder) moet worden meegenomen als 
risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Less suppliers is often more desirable and less risky to manage, as there is less risk of blame (finger 
pointing) between suppliers. Less suppliers is generally also a result of better trust between customer and 
suppliers which inherently reduces the risk factors.  
 
Bent u van mening dat de discontinuïteit in de technologie door de (outsourcing) leverancier moet 
worden meegenomen als risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 No, as long as a refresh/replacement policy is in place and adheared to.  
 
Bent u van mening dat een uitgebreide, gedetailleerde en realistische planning effectief kan zijn in het 
reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 It stands to reason that a comprehensive risk management plan which has assessed the actual and 
potential risks and there potential impact as well as the likelihood of occurring coupled with well-constructed 
containment or mitigation plans for each risk is essential. This is an on-going process and is required throughout 
the life of an outsourcing contract.  
 
Bent u van mening dat door kosten, die vanuit de IT outsourcingrelatie oorspronkelijk waren belegd bij de 
klant, te verleggen naar de leverancier en deze contractueel vast te leggen, op effectieve wijze IT 
outsourcing risico kan worden gereduceerd?  
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 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 This is generally why an outsourcing contract is entered into in the first place.  
 
Bent u van mening dat het gebruik maken van externe expertise effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Often neither the client nor the service provider have the skills required to assess and manage the risks 
initially and even on an on-going basis. External expertise can help in such cases. External expertise will also 
tend to be more objective in their risk assessment whilst in-house (customer or service provider) may be partisan 
in their view.   
 
Bent u van mening dat incrementeel outsourcen met kleine projecten om ervaring op te doen effectief kan 
zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Often small projects are easy to do and manage. They do not prepare the customer for the actual 
requirements of managing a major outsourcing contract.  
 
Bent u van mening dat het gebruik maken van dual sourcing effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Inherently dual sourcing introduces more variables, more chance of scope confusion and more scope for 
finger pointing or blame shifting. All these factors increase risk.  
 
Bent u van mening dat het gelijktijdig gebruik maken van meerdere leveranciers (incl. interne afdeling) 
voor dezelfde of verschillende diensten, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Same as previous  
 
Bent u van mening dat het opnemen van clausules in het contract die het mogelijk maken om materiaal 
(hardware, software etc) over te nemen van de leverancier, wanneer de IT outsourcingrelatie met de 
leverancier wordt beëindigd, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Same as previous  
 
Bent u van mening dat het opnemen van clausules in het contract die het mogelijk maken om 
medewerkers over te nemen van de leverancier, wanneer de IT outsourcingrelatie met de leverancier 
wordt beëindigd, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 No relevant but often dictated by law, depending on the country specifics  
 
Bent u van mening dat het geven van de voorkeur aan standaardtechnologie en deze technologie 
consequent op te nemen in het IT-outsourcing contract, effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Ja  
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Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 This can be a standard set of tools that the service provider's staff is familiar with which will reduce risk 
when compared to bespoke technologies.  
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Response respondent 5 
 
Hoeveel jaar ervaring heeft u in IT outsourcing?  
 10 jaar of meer  
 
Geeft uw alstublieft een beschrijving van de verantwoordelijkheden die u heeft vervuld met betrekking tot 
IT outsourcing?  
 Als CIO overall verantwoording van de klant kant als wel als Global Account Executive van de 
leveranciers kant.   
 
Bent u wel eens verantwoordelijk geweest voor de risk management van een IT outsourcingstraject?  
 Ja  
 
Geeft u alstublieft een beschrijving van de verantwoordelijkheden die u heeft vervuld met betrekking tot 
risk management in IT outsourcingstrajecten.  
 Verantwoordelijk voor risco's mbt.contract scope, wijzigingen en afwijkingen, financieen en operatien 
tijdens het gehele proces vanaf eerste contact tot het beeindigen van het outsourcing contract.  
  
   
Bent u van mening dat onverwachte transitie- en managementkosten moeten worden meegenomen als 
risico tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Waarbij er een verschil is voor de klant of de leveranciers zijde. Onverwachte transitie- en  
management kosten zijn per definitie contract fouten voor een leverancier. Op zich bestaat er altijd een risico dat 
er contract fouten optreden dus het moet mee. Aan de klantzijde weet men vaak zelf niet wat er in huis is. Dat is 
op zich een risico dat de leverancier tijdens de contractfase moet benoemen en waarvoor maatregelen moeten 
worden genomen.   
 
Bent u van mening dat switching kosten moeten worden meegenomen als risico tijdens de risk 
assessment fase van een IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Deze kosten moeten vooraf onderzocht, bekent gemaakt en afgekaard worden.  
 
Bent u van mening dat kostbare contractuele aanpassingen als gevolg van gewijzigde behoeften bij de 
klant moeten worden meegenomen als risico tijdens de risk assessment fase van een IT 
outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Als je dit als risico beschrijft dan moet je alles al risico beschrijven. Risico's zijn zaken die je niet in de 
hand KUNT hebben. Wat je wel in de hand kunt hebben, hoor je in de hand te hebben. Zowel de klant als de 
leverancier.  
 
Bent u van mening dat kostbare contractuele aanpassingen als gevolg van incomplete contracten moeten 
worden meegenomen als risico tijdens de risk assessment fase van een IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Nogmaals, incomplete contracten zijn geen risico maar slecht werk.  
  
   
Bent u van mening dat het gebrek aan ervaring van de klant met een (te outsourcen) activiteit moet 
worden meegenomen als risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Indien de klant die ervaring niet heeft zal ik er als leverancier voor zorgen dat hij die ervaring eerst op 
doet. Daar betaald hij dan ook vooraf voor.   
 
Bent u van mening dat het gebrek aan ervaring van de klant met IT outsourcing moet worden 
meegenomen als risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Ja  
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Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Zie vorige.  
 
Bent u van mening dat de mate waarin bezittingen en investeringen specifiek zijn voor de IT 
outsourcingsrelatie, moet worden meegenomen als risicofactor tijdens de risk assessment fase van een 
IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Kwestie van het werk goed doen, geen risico.   
 
Bent u van mening dat de verminderde waarde van bezittingen en investeringen bij hergebruik in een 
andere IT outsourcingsrelatie, moet worden meegenomen als risicofactor tijdens de risk assessment fase 
van een IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Is ook geen risico, moet gewoon goed uitgezocht worden.   
 
Bent u van mening dat een klein aantal leveranciers (3 of minder) moet worden meegenomen als 
risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Is geen risico 
 
Bent u van mening dat de onzekerheid, met betrekking tot de ontwikkeling en voortgang, binnen de IT 
outsourcingsrelatie moet worden meegenomen als risicofactor tijdens de risk assessment fase van een IT 
outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Daarvoor hebben we projectmanagement en veranderingsmanagement. Daarin zijn al risco 
beheersende activiteiten gedefinieerd.   
 
Bent u van mening dat de discontinuïteit in de technologie door de (outsourcing) leverancier moet 
worden meegenomen als risicofactor tijdens de risk assessment fase van een IT outsourcingsproject?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Dat moet je afspreken en managen.  
  
  
Bent u van mening dat incrementeel outsourcen met kleine projecten om ervaring op te doen effectief kan 
zijn in het reduceren van IT outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Klein beginnen, groot gedaan.  
 
Bent u van mening dat het gebruik maken van dual sourcing effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Alleen maar complexer  
 
Bent u van mening dat het gelijktijdig gebruik maken van meerdere leveranciers (incl. interne afdeling) 
voor dezelfde of verschillende diensten, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Nog complexer  
 
Bent u van mening dat het opnemen van clausules in het contract die het mogelijk maken om materiaal 
(hardware, software etc) over te nemen van de leverancier, wanneer de IT outsourcingrelatie met de 
leverancier wordt beëindigd, effectief kan zijn in het reduceren van IT outsourcing risico?  
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 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Dan ben je al te laat om risico te beperken  
 
Bent u van mening dat het opnemen van clausules in het contract die het mogelijk maken om 
medewerkers over te nemen van de leverancier, wanneer de IT outsourcingrelatie met de leverancier 
wordt beëindigd, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Je bent nog steeds te laat  
 
Bent u van mening dat het geven van de voorkeur aan standaardtechnologie en deze technologie 
consequent op te nemen in het IT-outsourcing contract, effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 De klant begrijpt meestal niet wat standaard technologie betekent.  
 
Bent u van mening dat het nemen van maatregelen, om kennis van niet standaard technologieën in de 
eigen organisatie te behouden, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Organisatorisch alleen maar complexer.  
 
Bent u van mening dat het uitvoeren van een grondige analyse van de professionele referenties van de 
leveranciers, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Die referenties, wat zijn die waard? Van wie komen die. Hebben die er wel verstand van?   
 
Bent u van mening dat het opnemen van flexibiliteit in het contract, zodat op specifieke intervallen 
heronderhandelt kan worden, effectief kan zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Je noemt het flexibiliteit. Dat is de klant kant. Als leverancier is het geen flexibiliteit maar juist een 
beperking.   
 
Bent u van mening dat het gebruik maken van opeenvolgende contracten met een korte looptijd (1,5 jaar 
of minder), effectief kan zijn in het reduceren van IT outsourcing risico?  
 Nee  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
 Van een dergelijk contract zie ik de financiële waarde niet. Een beetje zwanger of een beetje getrouwd 
werkt naar mijn idee ook niet.  
 
Bent u van mening dat het opstellen van uitgebreide technologische transitieplannen met de leverancier, 
waarbij expliciet vervangende technologie wordt genoemd, effectief kan zijn in het reduceren van IT 
outsourcing risico?  
 Ja  
 
Kunt u een aantal specifieke argumenten geven waarop uw mening is gebaseerd?  
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BIJLAGE 10: ANALYSE VAN ONDERZOEKSGEGEVENS: CATEGORISERING 
PER RESPONSE 
 
Categorisering per response (Per ongewenste uitkomst, risicofactor en risicomanagement strategie 
registreren wat respondenten erover vertellen) 
 
Response 1 
Nummer Label Tekst 
1.1 Unexpected transition 
and management costs 
These costs should be viewed as an investment for the proposed 
outcome of the whole outsourcing program, which could be to 
remain competitive in the client's primary business market, better 
focus of their resources in their core business, benefitting from the 
core skills of the outsourcerer and the relative cost savings that are 
factored in to the multi year agreement.  
1.2 Switching costs Yes, If not managed, these costs could become uncontrollable.  
1.3 Switching costs mitigated 
by activity planning 
Hence, a certain % of risk shall be assumed to better govern this 
activity planning and execution.  
1.4 Costly contractual 
amendments mitigated by 
advance planning in 
contract 
No, a contract is being written based on the customer requirements 
at the time of engagement with the oursourcing supplier. Unless 
some advance planning from the business perspective is baked in to 
the contract, the customer should view this contractual amendments 
as part of the change in their business priorities. At the same time, 
they should also look at other existing areas in the contract to see if 
any existing arrangements shall be offset with the new changes, 
unless they are business growth based needs. 
1.5 Costly contractual 
amendments 
Incomplete contracts are always a huge risk both for the customer 
and the service provider in a outsourcing relationship. Hence, this 
should be considered a risk and appropriate efforts should be spent 
on addressing this risk upfront.  
1.6 Lack of experience and 
expertise of the client with 
the activity 
Yes, there will be a cultural shock with the customer, based on 
outsourcing and this should be considered a risk, since this could 
derail the outsourcing relationship. 
1.7 Lack of experience of the 
client with outsourcing 
Yes, a paradigm shift is required with the customer base to digest 
the impact of outsourcing. This will require a strong Management of 
Change (MoC) approach for successful results 
1.8 Uncertainty  Yes. Absolutely. Since the relationship is new to both parties, a risk 
factor should be considered at the agreement phase. Only with that 
proper governance touch points and expected results shall be 
planned to mitigate that risk.  
 
1.9 Technological discontinuity Yes. Very important too. The supplier should be validated for their 
performance on adaptability to new technologies, prior to the 
selection process. Otherwise, this could be the key derailer for the 
outsourcing relationship and more so for the core business of the 
customer themselves. 
1.10 Adopting extensive 
planning. 
Yes. Unless you measure, you cannot manage. Hence a detailed 
planning is absolutely critical in reducing IT outsourcing risks. 
1.11 Transferring these cost to 
supplier. 
No, Even though the original costs are transferred to the supplier, 
the client will still have to pay a monthly charge to the supplier. This 
need to be reviewed to see, if the client is achieving the savings that 
is being proposed by the supplier, over a period of time. Otherwise, it 
is still a high risk item. 
1.12 Use of external expertise Yes, very much. The Third Party Intermediaries (TPI) can be 
effective in reducing IT outsourcing risk. IAOP is one such 
organization that advocates the outsourcing standards and certifies 
the right skilled people as Outsourcing Professionals to perform this 
type of activities between a client and a supplier.  
1.13 Outsource incrementally 
with small projects and 
gain experience over time 
Yes, it can certainly achieve that confidence. But need to be 
cautious on the duration of this "over time" and should not lose the 
focus on the big picture of outsourcing results when compared to the 
individual project's performances.  
1.14 Dual sourcing  No, not necessarily. Unless the client base has the expertise and 
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time to manage both the sourcerers, this itself could be a daunting 
task for the client. 
1.15 Dual sourcing Yes, with effective Multi Vendor Management expertise and 
approach, this certainly is a good option. 
1.16 Include material and 
human reversibility clauses 
Yes, to some extent, at least from the environment perspective. But 
the skills take over could be a challenge for sure.  
1.17 Include material and 
reversibility clauses 
Even if the clause shall exists, not all the employees would be willing 
to join back the client. Hence, this clause may not be fool proof. 
1.18 Avoid propriety 
technologies and employ 
mainstream technologies 
as much as possible. If a 
specific technology is 
required, ensure that 
adequate capability is 
maintained within the 
organization to support the 
technology. 
Absolutely. The right technology that suits the business environment 
and its growth speed is essential in reducing IT outsourcing risk. 
1.19 Avoid propriety 
technologies and employ 
mainstream technologies 
as much as possible. If a 
specific technology is 
required, ensure that 
adequate capability is 
maintained within the 
organization to support the 
technology. 
Yes, to some extent. But, as an alternative, it is better to modernize 
the non-standard technology to align with the primary technology of 
the portfolio. This will be reducing the risk both for the client IT and 
their business.  
1.20 Check professional 
references thoroughly 
Yes, to some extent. But need to be mindful that outsourcing 
relationships should be based on a partnership approach with a win-
win attitude. Hence, a thorough analysis of the references alone may 
not be a success criteria for a healthy relationship.  
1.21 Negotiate flexible contracts 
that can be renegotiated at 
specified intervals. 
Yes, given that both business and technological environments are 
changing at a rapid pace, it is essential to keep up pace with those 
changes to remain competitive. Hence, a flexible contract is the best 
option to reduce IT outsourcing risk. 
1.22 Using sequential contracts Yes, this is similar to having flexible contracts, with a renewal option 
in these intervals. 
1.23 Develop thorough 
technology transition plans 
with the vendor. Ensure 
that vendor specifies 
replacement technology. 
Yes, this is absolutely essential to ensure the client is able to take 
advantages of the current technology, with this transition plan, as 
part of outsourcing.   
 
Response 2 
Nummer Label Tekst 
2.1 Unexpected transition 
and management costs 
No, they should be planned for with a contingency budget put in 
place to cover any that arise. 
2.2 Switching costs Lack of 
experience of the client with 
outsourcing 
Yes, some of these costs may be hard to fully assess in advance, 
which means that estimates/provisions have to be made. This can 
make it difficult to know the true business benefits beforehand, and 
the true cost/benefits only becomes known when the project is 
complete.  
2.3 Costly contractual 
amendments 
No, it is vital and also should be achievable to get the scope of the 
original outsourcing correct. Once this is done, it limits the need for 
costly changes. So requirements definition/freeze is essential.  
2.4 Costly contractual 
amendments 
It is essential that professional advice from 3rd party groups e.g. 
Gartner and your own companies legal advice is taken to ensure that 
the contract is complete. 
2.5 Lack of experience and 
expertise of the client with 
the activity 
Yes, internal factors can significantly affect the success of a project 
e.g. understanding the need to make internal resources available at 
the appropriate time to validate activity.  
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2.6 Understanding the need to 
make internal resources 
available to validate activity 
is important. 
2.7 Lack of experience of the 
client with outsourcing. 
Yes - It is something to consider and plan for e.g communication 
sessions internally, in terms of how things are going to work, both for 
the transition process and in the "new world" 
2.8 Asset specificity Understanding things like intellectual property rights, software 
licensing is important i.e You need to know what you have, and what 
you are able to let the outsourcer use, and if there is any cost 
associated, particularly with offshore use (legal sign offs or licensing 
rules) 
2.9 Small number of suppliers Yes. The relationships with other suppliers, and future working 
practices need to be assesssed and processes drawn up, so any 
risks e.g breakdown of resolving an incident because inter supplier 
relations aren't working, are addressed. 
2.10 Uncertainty Yes. Relationships grow over time. It is important that the project 
planning takes this into account with a governance model agreed, to 
include appropriate meetings at all required levels. (Frequencies 
agreed by the involved parties) 
2.11 Technological discontinuity Yes. It is essential to assess how the supplier can provide the 
required service, and understand/assess any plans to mitigate risk.
  
2.12 Adopting extensive planning Yes. If you worked to understand the risks, you can plan to deal with 
most if not all of the issues. This preparation will minimise impact to 
the business, and keep additional cost down to a minimum.  
2.13 Transferring these costs 
through contract structure to 
supplier 
No. Because risk mitigation in outsourcing is not specifically about 
cost, it is also about things like service continuity/improvement 
2.14 Use of external expertise Yes. It is one tool to use. It can act as a guide to your internal team, 
particularly if they are inexperienced, but also to confirm best 
practice. It can also offer something of a "neutral pair of eyes" 
between the customer and the outsourcer. 
2.15 Outsource incrementally 
with small projects and gain 
experience over time 
(mitigates) risk of 
inexperience. 
It is one approach and can work, particularly to build experience but 
NB the problem with this is that it may reduce the opportunities and 
associated benefits of aggregating work into a large outsourcing 
project. It also potentially duplicates effort.  
2.16 Incremental outsourcing 
may reduce opportunities of 
associated benefits of 
aggregating work.  
2.17 Incremental outsourcing 
potentially duplicate efforts 
2.18 Dual Sourcing No. Personally I am in favor of an outsourcing model, where a 
vendor has responsibility for a given area, governed my internal 
teams. The risk of multiple vendors for the same service means it is 
possible to blame the other party. Different vendors for different 
services is fine, and creates a level of a) competition for the services 
when the contracts become available, and b) enables comparison of 
vendors performance during the contracts. 
2.19 Material clauses in contract 
mitigate risks of lock in. 
Yes. This sort of clause just ensures that you are in a better position 
to do what you want at the end of the contract e.g bring it back in 
house or switch to another supplier.  
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2.20 Include material and human 
reversibility clauses 
mitigates risks of lock in. 
Yes. It ensures that potentially key skills/knowledge are still available 
to you if you want to bring the service back in house. NB The risk 
with this is that you may have already lost some of the key people 
during the life of the contract  
2.21 Avoid propriety technologies 
and employ mainstream 
technologies as much as 
possible. If a specific 
technology is required, 
ensure that adequate 
capability is maintained 
within the organization to 
support the technology 
mitigates asset specifity. 
Yes. It makes it easier for the supplier to maintain the team if the 
skills are widely available in the market place. Niche skills create 
problems in maintaining or increasing the team sized as the contract 
progresses.  
2.22 Avoid propriety technologies 
and employ mainstream 
technologies as much as 
possible. If a specific 
technology is required, 
ensure that adequate 
capability is maintained 
within the organization to 
support the technology 
mitigates risk of lower 
service levels. 
Yes. This is vital, (See answer to previous question) A skills matrix of 
knowledge to understand the risks for each application is vital, and a 
plan by supplier to ensure a consistent supply of available resource 
with the right knowledge/skills.  
2.23 Check professional 
references thoroughly 
Yes. It will always help, and should be supported by reference visits 
to existing customers before agreeing a contract with that supplier 
2.24 Negotiate flexible contracts 
that can be renegotiated at 
specified intervals mitigates 
risk of supplier becoming 
complacent. 
Yes, it will help to avoid the supplier becoming complacent, and give 
you a "get out" option should you feel vulnerable to serious risk. 
2.25 Using sequential contracts No. I think if the contract is too short it builds in a different sort of 
risk. There has to be some incentive to the supplier to build and 
maintain a team, and be able to show service improvement.  
 
Response 3 
Nummer Label Tekst 
3.1 Unexpected transition 
and management costs 
Yes.  
1) the low success rate of doing a first project abroad without 
external guidance  
2) the low (financial) gain during the first few years of going 
"offshore"  
3)the way most first outsource projects face serious delays  
3.2 Switching costs . 
 
Yes. More than with onsite projects, changing requirements 
becomes very visible and time consuming as it takes time to fully 
understand the impact of changes. 
3.3 Costly contractual 
amendments 
Yes. Too often, managers are too eager to start early, resulting in 
contracts on incomplete requirements and neglecting support or 
maintenance afterwards while it is extremely difficult to change 
providers once some development has been done. 
3.4 Lack of experience and 
expertise of the client with 
the activity (External 
expertise reduces risk of 
inexperience) 
Yes. In fact this is the purpose of the existence of my company. I 
would be out of the market soon in case this wouldn’t be a risk. My 
advice is intended to reduce these numerous risks related to the lack 
of experience. Unfortunately, I usually only get involved when a lot of 
money has already been thrown away. 
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3.5 Inexperience in outsourcing 
leads to higher costs. 
3.6 Lack of experience of the 
client with outsourcing 
Yes. There is a huge different between local outsourcing and 
offshore outsourcing, yet most people only start to understand this 
once the projects should come to a delivery or once the first project 
budget is almost completely consumed.  
3.7 Asset specificity No. Most of the time, assets are well defined and an outsourcing 
partner should be chosen offering the right assets and platforms. It 
all comes to carefully selecting the best partner.  
3.8 Asset specificity No. Reduced value of assets occur in site as well as with an 
outsource partner. There is no reason to assume any difference. 
What you "lose" as assets, you gain on not having to invest.  
3.9 Small number of suppliers Yes. It depends. Consolidation can be a solution (I once had a 
customer who was working with 146 IT suppliers) but consolidation 
to a few 'preferred suppliers' also increases the dependency and 
may endanger the continuity. 
3.10 Uncertainty Yes. In case you can't manage it well, you usually only hear "good 
news stories" and reports until the moment of delivery, especially 
when outsourcing to cultures where "bad news" is never given to 
superiors. 
3.11 Technological discontinuity No, Especially in IT there is no real technological discontinuity. 
Programming languages are highly standardized, processes are 
(ITIL), and even projects are (Prince2, PMBok, ...). It all comes to 
carefully select the right partner who adheres to the same suite of 
tools and processes in order to have a truly exchangeable 
partnership in which you can decide to swap partners of to insource 
again at any time. 
3.12 Adopting extensive planning  Yes. On the condition that the detailed plan is build around 
intermediate (and verifyable) deliverables and that all deliverables 
are formally "tested" prior to be accepted.  
3.13 Transferring these costs 
through contract structure to 
supplier 
No. Not always. Just transferring costs does not solve things. 
transferring responsibilities, formalized into very well defined SLA 
may reduce the risk more than just transferring costs. 
3.14 Use of external expertise Yes. Without external management guidance, most first projects 
have very little chance to be successful and profitable at the same 
time. 
3.15 Outsource incrementally 
with small projects and gain 
experience over time 
No. you don't learn to swim when practicing in a small bath tub. 
Small projects do not reflect the complexity of larger ones. There is 
also the difficulty of passing on the responsibility, which hardly 
happens when only outsourcing small bits and pieces. in that case, 
you keep all the responsibility at your premises. 
3.16 Dual Sourcing Yes. Sometimes, on the condition that both suppliers don't know 
each other too well. 
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3.17 Dual Sourcing Yes. In some cases, and on the conditions that processes and 
responsibilities are well defined, multiple involvement of different 
parties (internal and external) can reduce risks in terms of being 
each others' backup or 2nd line.  
3.18 Include material and human 
reversibility clauses 
No. Most of the time, shipping technology equipment to and from 
offshore destinations is not very obvious. Some hardware suppliers 
even do not allow this by contract.  
3.19 Include material and human 
reversibility clauses 
No, this can only be applicable when outsourcing locally, which is 
not my business. However, even when using locals, you must take 
into account that many of those suppliers work with freelancers who 
do not want to work on permanent positions 
3.20  Yes. All parties should know about what they're talking unless you 
buy a "IT service" rather than an IT environment or application. 
Otherwise the partner can heavily over estimate the amount of work 
involved without you knowing it. As a result you will pay way too 
much.  
3.21 Negotiate flexible contracts 
that can be renegotiated at 
specified intervals. 
Yes, especially in case that you lack knowledge or requirements. 
The drawback is of course that you can't budget for the project 
upfront. In fact, doing so reflects your weakness, not the weakness 
of the outsourcing partner. However, too often you have no choice 
other than doing so. 
3.22 Using sequential contracts Yes, the outsourcing partner does not take your partnership for 
granted. Of course, a few intermediate follow up or steering meeting 
should be scheduled in order to support this approach. 
3.23 Develop thorough 
technology transition plans 
with the vendor. Ensure that 
vendor specifies 
replacement technology. 
Knowledge transfer in both directions should be an integral part of 
the contract and reduced the possibility of "vendor lock-in".  
 
Response 4 
Nummer Label Tekst 
4.1 Unexpected transition and 
management costs  
(are due to inadequate due 
diligence before contract 
signature.) 
Yes, mostly as a result of inadequate due diligence before contract 
signature and very often as a result of customer's scope creep or 
incomplete information provided to service provider. May also result 
from under-scoping of the effort by the Service provider to come in at 
a saleable price to customer at time of contract signature.  
4.2 Unexpected transition and 
management costs  
(are due customer scope 
creep or incomplete 
information provided to 
service provider.) 
4.3 Unexpected transition and 
management costs 
(may result from under 
scoping effort by service 
provider to come in at a 
saleable price.) 
4.4 Switching costs Yes, switching often occurs as a result of a customer being unhappy 
with an existing service provider. Two things usually influence the 
risk levels of switching. The new service provider under estimating 
under stating the cost to secure the business, or the existing service 
provider unwilling to provide adequate switching assistance because 
of losing the contract. 
4.5 Costly contractual 
amendments (can be due to 
lack of detail provided by 
customer) 
Yes, mostly as a result of the initial scope not being clear. 
Sometimes because the customer has not provided the required 
detail, sometimes the service provider understates underestimates 
customers environment, sometimes due to bad communication.
  4.6 Costly contractual 
amendments (can be due to 
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4.7 Costly contractual 
amendments (can be due to 
bad communication 
between parties.) 
4.8 Lack of experience and 
expertise of the client with 
the activity 
Yes, customers often under-estimate the management overhead 
and requirements for the customer’s retained organization to 
manage a complex outsourcing agreement. This frequently results in 
a contract going bad quickly as a lack of trust builds between the 
parties.  
4.9 Small number of suppliers No, less suppliers is often more desirable and less risky to manage, 
as there is less risk of blame (finger pointing) between suppliers. 
Less suppliers is generally also a result of better trust between 
customer and suppliers which inherently reduces the risk factors.
  
4.10 Technological discontinuity No, as long as a refresh/replacement policy is in place and adheared 
to. 
4.11 Adopting extensive planning 
reduces risk. 
It stands to reason that a comprehensive risk management plan 
which has assessed the actual and potential risks and there potential 
impact as well as the likelihood of occurring coupled with well-
constructed containment or mitigation plans for each risk is 
essential. This is an on-going process and is required throughout the 
life of an outsourcing contract. 
4.12 Transferring these costs 
through contract structure to 
supplier 
No, this is generally why an outsourcing contract is entered into in 
the first place. 
4.13 Use of external expertise Yes, often neither the client nor the service provider have the skills 
required to assess and manage the risks initially and even on an on-
going basis. External expertise can help in such cases. External 
expertise will also tend to be more objective in their risk assessment 
whilst in-house (customer or service provider) may be partisan in 
their view.   
4.14 External expertise helps 
because views tend to be 
more objective. 
4.15 Outsource incrementally 
with small projects and gain 
experience over time 
No, often small projects are easy to do and manage. They do not 
prepare the customer for the actual requirements of managing a 
major outsourcing contract. 
4.16 Dual Sourcing No, inherently dual sourcing introduces more variables, more chance 
of scope confusion and more scope for finger pointing or blame 
shifting. All these factors increase risk. 
4.17 Develop thorough 
technology transition plans 
with the vendor. Ensure that 
vendor specifies 
replacement technology. 
Yes, this can be a standard set of tools that the service provider's 
staff is familiar with which will reduce risk when compared to 
bespoke technologies.  
 
Response 5 
Nummer Label Tekst 
5.1 Unexpected transition and 
management costs  
Ja, waarbij er een verschil is voor de klant of de leveranciers zijde. 
Onverwachte transitie- en management kosten zijn per definitie 
contract fouten voor een leverancier. Op zich bestaat er altijd een 
risico dat er contract fouten optreden dus het moet mee. Aan de 
klantzijde weet men vaak zelf niet wat er in huis is. Dat is op zich 
een risico dat de leverancier tijdens de contractfase moet benoemen 
en waarvoor maatregelen moeten worden genomen.  
5.2 Switching costs Nee, deze kosten moeten vooraf onderzocht, bekent gemaakt en 
afgekaard worden.  
 
5.3 Costly contractual 
amendments 
Nee, als je dit als risico beschrijft dan moet je alles al risico 
beschrijven. Risico's zijn zaken die je niet in de hand KUNT hebben. 
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Wat je wel in de hand kunt hebben, hoor je in de hand te hebben. 
Zowel de klant als de leverancier. Nogmaals, incomplete contracten 
zijn geen risico maar slecht werk.   
5.4 Lack of experience and 
expertise of the client with 
the activity 
Ja, indien de klant die ervaring niet heeft zal ik er als leverancier 
voor zorgen dat hij die ervaring eerst op doet. Daar betaald hij dan 
ook vooraf voor.   
5.5 Asset specificity Nee, kwestie van het werk goed doen, geen risico.   
5.6 Uncertainty Nee, daarvoor hebben we projectmanagement en 
veranderingsmanagement. Daarin zijn al risico beheersende 
activiteiten gedefinieerd.   
5.7 Technological discontinuity Nee, dat moet je afspreken en managen 
5.8 Outsource incrementally 
with small projects and gain 
experience over time 
Ja, klein beginnen, groot gedaan. 
5.9 Dual sourcing  Nee, alleen maar complexer  
5.10 Using sequential contracts Nee, van een dergelijk contract zie ik de financiële waarde niet. Een 
beetje zwanger of een beetje getrouwd werkt naar mijn idee ook 
niet.  
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BIJLAGE 11: ANALYSE VAN ONDERZOEKSGEGEVENS: KOPPELEN VAN 
LABELS AAN ONDERZOEKSCATEGORIEËN IN REFERENTIEMODEL 
 
Legenda voor tabellen  
Vet (xx) Onderdeel uit RAF is genoemd met verwijzing naar tekst. 
Doorgestreept Onderdeel wordt ontkend als effectief of als onderdeel binnen ITO risk 
assessment. 
Vet blauw (xx) Nieuw onderdeel en/of relatie, niet voorkomend in referentiemodel. 




Risk mitigation strategies as found in 
literature - 
RAF volgens Aubert 




- Adopting extensive planning (Aubert, et al., 
2005) (1.10, 2.1, 2.12, 3.12, 4.11) 
- Transferring these costs through contract 
structure to supplier. (Aubert, et al., 2005) 




and management costs 
(Cross, 1995; Earl, 1996; 
Nelson et al., 1996) (1.1, 
2.1, 2.12, 3.1, 3.5, 3.6, 
3.14, 4.8, 4.11, 5.1) 
 
- Use of external expertise (Bahli & Rivard, 
2003; Sullivan & Ngwenyama, 2005) (2.14, 
3.1, 3.4, 3.14, 4.13) 
 
- Lack of experience 
and expertise of the 
client with the activity 
(Earl, 1996; Lacity et 
al., 1995, Sappington, 
1991) (1.6, 2.5, 2,6, 
2,14, 3.1, 3.14, 4.8, 
4.13) 
- Use of external expertise (Bahli & Rivard, 
2003; Sullivan & Ngwenyama, 2005) (1.12, 
2.14, 3.1, 3.4, 3.5, 3.14, 4.13) 
- Outsource incrementally with small projects 
and gain experience over time. (Kern, et al., 
2002; Ngwenyama & Sullivan, 2007; 
Willcocks, et al., 1999) (1.13, 2.15, 5.8) 
- Outsource incrementally with small projects 
and gain experience over time. (Kern, et al., 
2002; Ngwenyama & Sullivan, 2007; 
Willcocks, et al., 1999) (3.15, 4.16) 
- Strong MoC approach to digest impact 
outsourcing (1.7) 
- Lack of experience of 
the client with 
outsourcing (Earl, 
1996) (1.7, 2.14, 2.15, 
3.1, 3.4, 3.5, 3.6, 3.14, 
4.8, 4.13, 5.4, 5.8) 
 




- customer scope creep 
or incomplete 
information provided 
to service provider. 
(4.2) 
under scoping effort 
by service provider to 
come in at a saleable 
price. (4.3) 
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- Dual Sourcing (Aubert, 1998; Bahli & 
Rivard, 2003; Kern, et al., 2002) (1.15, 1.16, 
2.18, 3.16, 3.17) 
- Dual Sourcing (Aubert, 1998; Bahli & Rivard, 
2003; Kern, et al., 2002) (4.16, 5.9) 
- Include material and human reversibility 
clauses (Tafti, 2005) (1.16, 1.17, 2.19, 2.20) 
- Include material and human reversibility 
clauses (Tafti, 2005) (3.18) 
- Adopting activity planning and execution 
for switching (1.3) 
- Knowledge transfer in both direction as 
integral part of the contract reduces 
possible Lock-In (3.21) 
- Research, make known and chart switching 




repatriation, and transfer 
to another 
supplier) (O’Leary, 1990) 
(1.2, 2.1, 2.18, 2.19, 2.20, 
3.16, 3.22, 4.4, 5.2) 
 - Existing service 
provider being 
unwilling to provide 
adequate switching 
assistance is risk 
factor in switching 
costs. (4.4) 
- Planning estimates and provisions (2.2) - Uncertainty (2.2, 5.6) 
- Avoid propriety technologies and employ 
mainstream technologies as much as 
possible. If a specific technology is 
required, ensure that adequate capability is 
maintained within the organization to 
support the technology. (Sullivan & 
Ngwenyama, 2005) (1.18, 1.19, 2.21, 2.22, 
4.17) 
- Make clear legal sign offs or licensing rules 
(2.8) 
- Asset specificity 
(Williamson, 1985) 
(2.8) 
- Asset specificity 
(Williamson, 1985) (3.7, 
3.8) 
- Check professional references thoroughly. 
(Ngwenyama & Sullivan, 2007) (1.20) 
- Small number of 
suppliers (Nam et al., 
1996) (2.23) 
- Advance planning in contract (1.4)  
- Advance planning and correct scope in 
contract (2.3)  
- Professional advice from external and 
internal experts (2.4) 
 
Costly contractual 
amendments (Earl, 1996) 
(1.5, 2.3, 2.4, 3.2, 3.3, 3.4, 
4.6, 4.7, 4.8) 
- Use of external expertise (Bahli & Rivard, 
2003; Sullivan & Ngwenyama, 2005) (3.3, 
3.4) 
 
- Lack of experience of 
the client with 
outsourcing (Earl, 
1996) (3.3, 3.4) 
- Negotiate flexible contracts that can be 
renegotiated at specified intervals. (Bahli & 
Rivard, 2003; Sullivan & Ngwenyama, 2005) 
(1.21, 2.24, 3.20) 
- Using sequential contracts (Aubert, et al., 
2005; Bahli & Rivard, 2003) (1.22, 3.21, 5.10) 
- Using sequential contracts (Aubert, et al., 
2005; Bahli & Rivard, 2003) (2.25) 
- Using proper governance touch points and 
expected results in agreement phase. (1.8) 
- Project planning with an agreed governance 
model (2.10) 
- Use projectmanagement and change 
management (5.6) 
- Uncertainty (Alchian & 
Demsetz, 1972; Barzel, 
1982) (1.8, 1.20, 2.10, 
3.10, 5.6) 
- Develop thorough technology transition 
plans with the vendor. Ensure that vendor 
specifies replacement technology. (Sullivan 
& Ngwenyama, 2005) (1.23) 
- Validating supplier on performance on 
- Technological 
discontinuity (Lacity et 
al., 1995) (1.9, 1.22, 
2.12, 4.10, 3.11) 
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adaptability to new technologies as RMS 
for. (1.9) 
- Assess how the supplier can provide the 
required service (2.12) 
 - Lack of detail provided 
by customer. (4.6) 





- bad communication 
between parties. (4.8) 
- Bad work and 
preparation (5.3) 
 
Undesirable outcomes mentioned in RAF 
Unexpected transition and management costs 
Unexpected transition and management costs are generally considered to be a risk to be taken into 
account during risk assessment. Results show that it’s mostly due to inexperience and that the risk is 
common in first time projects (3.1) but that it can also be caused by inadequate due diligence (4.1), 
customer scope creep or incomplete requirements (4.2) . Whether these two could be caused by 
inexperience is unclear. An external cause is also mentioned, that these costs can also be caused by 
under scoping of effort by the service provider to come in at a saleable price (4.3).  
One respondent does not consider unexpected transition and management costs as a risk, but as 
something which needs to be planned for using a contingency budget (2.1).  
 
Confirmed relationship  
• Use of external expertise - lack of experience in IT outsourcing + Unexpected transition and 
management costs 
• Contingency budget - Unexpected transition and management costs 
New relationships 
• Inadequate due diligence before contract signature (4.1) + Unexpected transition and 
management costs 
• Customer scope creep or incomplete requirements (4.2) + Unexpected transition and 
management costs 
• Under scoping of effort by service provider to come in at a saleable price (4.3) + Unexpected 
transition and management costs 
Switching costs 
Switching costs are generally considered to be something taken into account during risk assessment. 
It is mentioned that these costs, when they are not managed could become uncontrollable (1.2) and 
that it’s best to govern this by activity planning and execution (1.3). It is also mentioned that a risk 
factor is that existing service providers being unwilling to provide adequate switching assistance is risk 
factor in switching costs (4.4). One respondent does not considered switching cost as a risk, but it’s 




• Activity planning and execution - switching costs 
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Costly contractual amendments 
Costly contractual amendments are considered something to be considered during risk assessment by 
some of the respondents. It is mentioned that costly contractual amendments are considered a risk 
that needs to be assessed during risk assessment because changing requirements is time consuming 
as it takes time to fully understand the impact of changes (3.2). 
Respondents who disagree mention that costly contractual amendments is actually due to bad work. 
This is confirmed by another respondent who mentions that these contractual amendments can be 
prevented by advance planning and correct scope (2.3) and with professional advice from external 
and internal experts (2.3). 
 
New relationships 
• Lack of detail provided by customer (4.5) + Costly contractual amendments 
• Service provider understating and underestimating customer environment + Costly contractual 
amendments 
• Bad communication between parties + Costly contractual amendments 
• Advance planning and correct scope - Costly contractual amendments 
• professional advice from external and internal experts - Costly contractual amendments 
Risk factors mentioned in RAF 
Lack of experience with the activity 
According to respondent one the risk factors lack of experience with the client with the activity to be 
outsourced and outsourcing in general should be considered as part of a risk assessment. As 
outsourcing has a major impact (1.6, 1.7) on the client organisation this risk should be properly dealt 
with a strong MoC approach (1.7) . According to respondent the risk factors lack of experience of the 
client with the activity should be considered as part of a risk assessment (2.5, 2.6) as internal factors 
can significantly affect the success of a project e.g. understanding the need to make internal 
resources available at the appropriate time to validate activity. According to respondent one the risk 
factors lack of experience with the client with the activity to be outsourced and outsourcing in general 
should be considered as part of a risk assessment. External advice is intended to reduce numerous 
risks related to the lack of experience. Inexperience in offshore outsourcing leads to issues regarding 
project delivery and budgeting. This again confirms the relationship between the use of external 
expertise to mitigate the lack of experience to reduce unexpected transition and management costs 
(3.4, 3.5 ,3.6). According to the respondent one the risk factors lack of experience with the client with 
the activity to be outsourced and outsourcing in general should be considered as part of a risk 
assessment, because customers often under-estimate the management overhead and requirements 
for the customer’s retained organization to manage a complex outsourcing agreement. This frequently 
results in a contract going bad quickly as a lack of trust builds between the parties (4.8). According to 
respondent one the risk factors lack of experience with the client with the activity to be outsourced and 
outsourcing in general. No relationship was found between lack of experience and unexpected 
management and transition costs (5.4). 
 
Confirmed relationship  
• lack of experience with the client with the activity + unexpected transition and management 
costs 
Lack of experience with outsourcing  
According to respondent one the risk factors lack of experience with the client with the activity to be 
outsourced and outsourcing in general should be considered as part of a risk assessment. As 
outsourcing has a major impact (1.7, 1.8) on the client organisation this risk should be properly dealt 
with a strong MoC approach (1.7). Lack of experience with the client with outsourcing is also 
something that should be considered during risk assessment(2.7). Planning communication sessions 
internally is important when the organization is inexperienced. External advice is intended to reduce 
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numerous risks related to the lack of experience. Inexperience in offshore outsourcing leads to issues 
regarding project delivery and budgeting. This again confirms the relationship between the use of 
external expertise to mitigate the lack of experience to reduce unexpected transition and management 
costs (3.4, 3.5 ,3.6). Customers often under-estimate the management overhead and requirements for 
the customer’s retained organization to manage a complex outsourcing agreement. This frequently 
results in a contract going bad quickly as a lack of trust builds between the parties (4.8). According to 
respondent one the risk factors lack of experience with the client with the activity to be outsourced and 
outsourcing in general. No relationship was found between lack of experience and unexpected 
management and transition costs (5.4). 
 
Confirmed relationship  
• lack of experience with the client with the activity + unexpected transition and management 
costs 
Asset specifity 
Asset specifity is considered as something important during risk assessment by one respondent (2.8), 
because it it considered important that things like intellectual property rights is understood, software 
licensing is important i.e You need to know what you have, and what you are able to let the outsourcer 
use, and if there is any cost associated, particularly with offshore use (legal sign offs or licensing 
rules). Two respondents disagree saying that most of the time, assets are well defined and an 
outsourcing partner should be chosen offering the right assets and platforms and that this risk factor is 
mitigated by carefully selecting the right partner (3.7) and that it’s just doing your work properly (5.5).  
 
Small number of suppliers 
No information was found on whether a small number of suppliers who can provide the service should 
be considered as a risk factor. The question was misinterpreted by the respondent. 
 
Uncertainty 
Uncertainty is regarded as a risk by almost all respondents (1.8, 2.10, 3.10). All respondents however 
agree that uncertainty needs to be managed well using some form of governance (1.8, 2.10, 3.10, 5.6) 
New relationships 
• Using proper governance touch points and expected results (1.8) - Uncertainty  
• Agreed governance model (2.10) - Uncertainty 
• Project management and change management (3.10, 5.6) - Uncertainty 
Technological discontinuity 
Technological discontinuity is also acknowledged as an important risk factor during risk assessment 
(1.9) and should be dealt with by Validating supplier on performance on adaptability to new 
technologies (1.9). For all risk factors, no relationships where mentioned between the risk factor and 
the undesirable outcome. Technological discontinuity is considered a risk factor, because it’s essential 
to assess how the supplier can provide the required service, and understand/assess any plans to 
mitigate risk (2.11). Technological discontinuity is not considered a risk factor as long as a 
refresh/replacement policy is in place and adheared to (4.10). This is interpreted as that a 
refresh/replacement policy that is in place and adheared to mitigates the risk of technological 
discontinuity. Technological discontinuity is not considered a risk factor but it should be something that 
you have to come to an agreement with and that needs to be managed (5.7). Technological 
discontinuity is not considered a risk factor (3.11): “No, Especially in IT there is no real technological 
discontinuity. Programming languages are highly standardized, processes are (ITIL), and even 
projects are (Prince2, PMBok, ...). It all comes to carefully select the right partner who adheres to the 
same suite of tools and processes in order to have a truly exchangeable partnership in which you can 
decide to swap partners of to insource again at any time.” 
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Risk mitigation strategies found in literature 
Adopting extensive planning 
Adopting extensive planning considered an effective RMS. It is considered to be absolutely critical in 
reducing IT outsourcing risks, stating that unless you measure, you cannot manage (1.10). One 
respondent mentions that you worked to understand the risks, you can plan to deal with most if not all 
of the issues (2.12). It is considered an effective risk mitigation strategy on the condition that if it 
contains intermediate and verifiable deliverables (3.11) 
 
Confirmed relationship  
• Adopting extensive planning (2.12) - unexpected transition and management costs 
Transferring cost to supplier 
Transferring cost to supplier is not considered effective by the respondents. Considerations were that 
you’ll be monthly charged by supplier (1.11) ; that risk mitigation in outsourcing is not specifically about 
cost, it is also about things like service continuity/improvement (2.13); just transferring costs does not 
solve things (3.12). 
 
Use of external expertise 
Use of external expertise (1.12) is considered an effective RMS, because it can act as a guide to your 
internal team, but also to confirm best practice. It can also offer something of a "neutral pair of eyes" 
between the customer and the outsourcer (2.14). Without external management guidance, most first 
projects have very little chance to be successful and profitable at the same time (3.13). 
 
Confirmed relationship  
• Use of external expertise (1.12, 2.14, 3.13, 4.13) - lack of experience 
To outsource incrementally with small projects and gain experience over time 
To outsource incrementally with small projects and gain experience over time (1.13) is also considered 
a good way of mitigating risk, stating that it can certainly achieve that confidence. But that one needs 
to be cautious on the duration of this "over time" and should not lose the focus on the big picture of 
outsourcing results when compared to the individual project's performances. A relationship was 
confirmed between this RMS and a lack of experience in outsourcing. It is one approach and can 
work(2.15, 2.16), particularly to build experience but NB the problem with this is that it may reduce the 
opportunities and associated benefits of aggregating work into a large outsourcing project. It also 
potentially duplicates effort. This does confirm the relationship with lack of experience with the client 
with outsourcing. It helps to gain experience (5.8). This confirms the relationship between outsourcing 
incrementally and lack of experience. Some argue that it is not considered effective because it does 
not reflect the complexity of larger projects (3.14) and it doesn’t prepare customer with managing a 
major outsourcing contract. (4.15). 
Confirmed relationship  
• To outsource incrementally with small projects and gain experience over time (1.13, 2.15, 




Dual sourcing is (1.15, 1.16) considered to be effective, but nothing is said on why and when. It is 
however only considered to be effective with effective Multi Vendor Management expertise and 
approach and that unless the client base has the expertise and time to manage both the sourcerers, 
this itself could be a daunting task for the client. There was no explicit mentioning of this RMS being 
able to reduce switching costs. Dual sourcing is (2.18) considered to be effective, if one uses different 
vendors for different services is fine, and creates a level of a) competition for the services when the 
contracts become available, and b) enables comparison of vendors performance during the contracts. 
The risk of multiple vendors for the same service means it is possible to blame the other party. This 
confirms a relationship with switching costs. Dual sourcing is (3.16) considered to be effective, if 
competitiveness exists between suppliers. This confirms the relationship with being locked in by the 
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supplier. Dual sourcing (4.16) is considered not to be effective, because it increases risk of scope 
confusion and finger pointing. Dual sourcing is considered not to be effective. It only makes sourcing 
more complex (5.9).  
Confirmed relationship  
• Dual sourcing (2.18, 3.16) - Switching costs 
Include material and human reversibility clauses 
Include material and human reversibility clauses (1.16, 1.17) can be considered effective to some 
extent, at least from the environment perspective. But the skills take over could be a challenge for 
sure, because even if the (skills) clause shall exists, not all the employees would be willing to join back 
the client. Hence, this clause may not be fool proof. Include material and human reversibility clauses 
(2.19, 2.20) can be considered effective because material clauses just ensures that you are in a better 
position to do what you want at the end of the contract e.g bring it back in house or switch to another 
supplier and people clauses ensures that potentially key skills/knowledge are still available to you if 
you want to bring the service back in house. NB The risk with this is that you may have already lost 
some of the key people during the life of the contract. This confirms the relationship between this RMS 
and switching costs. Include material and human reversibility clauses are not considered effective 
because for material clauses most of the time, shipping technology equipment to and from offshore 
destinations is not very obvious. Some hardware suppliers even do not allow this by contract (3.17). 
People takeover not applicable to offshore outsourcing. However, even when using locals, you must 
take into account that many of those suppliers work with freelancers who do not want to work on 
permanent positions (3.18). 
Confirmed relationship  
• Include material and human reversibility clauses - Switching costs 
Avoid propriety technologies and employ mainstream technologies as much as possible. If a 
specific technology is required, ensure that adequate capability is maintained within the 
organization to support the technology 
Avoid propriety technologies and employ mainstream technologies as much as possible. If a specific 
technology is required, ensure that adequate capability is maintained within the organization to 
support the technology is considered an effective RMS (1.18, 1.19, 2.22, 2.23) because it makes it 
easier for the supplier to maintain the team if the skills are widely available in the market place. Niche 
skills create problems in maintaining or increasing the team sized as the contract progresses. 
 
Confirmed relationship  
• Avoid propriety technologies and employ mainstream technologies as much as possible. If a 
specific technology is required, ensure that adequate capability is maintained within the 
organization to support the technology (2.21, 2.22) - Asset specifity 
The respondent mention that checking professional references thoroughly 
The respondent mention that checking professional references thoroughly is effective saying that it will 
always help, and should be supported by reference visits to existing customers before agreeing a 
contract with that supplier (2.23). One respondent mentions that a thorough analysis of the references 
alone is not the only success criteria (for an outsourcing relationship) (1.20). 
 
Negotiate flexible contracts that can be renegotiated at specified intervals 
Negotiating flexible contracts that can be renegotiated at specified intervals is considered an effective 
way to reduce outsourcing risk by all respondents as both business and technological environments 
are changing at a rapid pace and because it will help to avoid the supplier becoming complacent, and 
give you a "get out" option should you feel vulnerable to serious risk. 
 
Confirmed relationship  
• Negotiate flexible contracts that can be renegotiated at specified intervals (1.21, 2.24, 3.20) - 
uncertainty 
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Using sequential contracts 
Using sequential contracts is considered effective in a similar way to flexible contracts, so the 
argument for its effectiveness is the same. Two participants who disagree provide a similar view 
saying that using sequential contracts may lack the incentive to the supplier to commit to the 
outsourcing relationship (2.25, 5.10). However, one respondent says the opposite that the effect is that 
the supplier will not take the outsourcing relationship for granted. More investigation advised. 
 
Confirmed relationship  
• Using sequential contracts (1.22) - uncertainty 
Extensive transition plans for technology 
Extensive transition plans for technology is considered an effective RMS and is essential as part of 
outsourcing mentioning that it is absolutely essential to ensure the client is able to take advantages of 
the current technology.  
 
Confirmed relationship  
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Response 1 
 
Risk mitigation strategies as found in 
literature - 
RAF volgens Aubert 




- Adopting extensive planning (Aubert, et al., 
2005) (1.10) 
- Transferring these costs through contract 





and management costs 
(Cross, 1995; Earl, 1996; 
Nelson et al., 1996) (1.1) 
 
- Use of external expertise (Bahli & Rivard, 
2003; Sullivan & Ngwenyama, 2005)  
 
- Lack of experience 
and expertise of the 
client with the activity 
(Earl, 1996; Lacity et 
al., 1995, Sappington, 
1991) (1.6) 
- Use of external expertise (Bahli & Rivard, 
2003; Sullivan & Ngwenyama, 2005) (1.12) 
- Outsource incrementally with small projects 
and gain experience over time. (Kern, et al., 
2002; Ngwenyama & Sullivan, 2007; 
Willcocks, et al., 1999) (1.13) 
- Strong MoC approach to digest impact 
outsourcing (1.7) 
- Lack of experience of 
the client with 
outsourcing (Earl, 
1996) (1.7, 1.13) 
 
- Dual Sourcing (Aubert, 1998; Bahli & 
Rivard, 2003; Kern, et al., 2002) (1.15, 1.16) 
- Include material and human reversibility 
clauses (Tafti, 2005) (1.16, 1.17) 
- Adopting activity planning and execution 




repatriation, and transfer 
to another 
supplier) (O’Leary, 1990) 
(1.2) 
- Avoid propriety technologies and employ 
mainstream technologies as much as 
possible. If a specific technology is 
required, ensure that adequate capability is 
maintained within the organization to 
support the technology. (Sullivan & 
Ngwenyama, 2005) (1.18, 1.19) 
- Asset specificity 
(Williamson, 1985) 
- Check professional references thoroughly. 
(Ngwenyama & Sullivan, 2007)  
- Small number of 
suppliers (Nam et al., 
1996) 
- Advance planning in contract (1.4)  
 
Costly contractual 
amendments (Earl, 1996) 
(1.3) 
- Negotiate flexible contracts that can be 
renegotiated at specified intervals. (Bahli & 
Rivard, 2003; Sullivan & Ngwenyama, 2005) 
(1.21) 
- Using sequential contracts (Aubert, et al., 
2005; Bahli & Rivard, 2003) (1.22) 
- Using proper governance touch points and 
expected results in agreement phase. (1.8) 
- Uncertainty (Alchian & 
Demsetz, 1972; Barzel, 
1982) (1.8, 1.21, 1.22) 
- Develop thorough technology transition 
plans with the vendor. Ensure that vendor 
specifies replacement technology. (Sullivan 
& Ngwenyama, 2005) (1.23) 
- Validating supplier on performance on 
adaptability to new technologies (1.9) 
- Technological 
discontinuity (Lacity et 
al., 1995) (1.9, 1.23) 
 
Undesirable outcomes mentioned in RAF 
Switching cost is considered an important risk to consider during the risk assessment and that these 
costs, when they are not managed could become uncontrollable (1.2) and that it’s best to govern this 
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by activity planning and execution (1.3). Costly contractual amendments due to incomplete contracts 
should be taken into account during risk assessment, because it could jeopardise the outsourcing 
relationship (1.5). However respondent one mentions that costly contractual amendments due to 
changed needs are not considered as part of risk assessment. Only if you have some advance 
planning (1.4) then these contractual amendments can be avoided.  
 
Risk factors mentioned in RAF 
According to respondent one the risk factors lack of experience with the client with the activity to be 
outsourced and outsourcing in general should be considered as part of a risk assessment. As 
outsourcing has a major impact (1.6, 1.7) on the client organisation this risk should be properly dealt 
with a strong MoC approach (1.7) . Uncertainty is something which needs to be taken into account and 
should be managed using proper governance touch points and expected results in agreement phase 
(1.8). Technological discontinuity is also acknowledged as an important risk factor during risk 
assessment (1.9) and should be dealt with by Validating supplier on performance on adaptability to 
new technologies (1.9). For all risk factors, no relationships where mentioned between the risk factor 
and the undesirable outcome.  
 
Risk mitigation strategies found in literature 
Adopting extensive planning is in general considered to be absolutely critical in reducing IT 
outsourcing risks, stating that unless you measure, you cannot manage. No specifics were found 
which exact risk it mitigates (1.10). 
 
Transferring cost to supplier is not considered effective if you’ll be monthly charged by supplier. No 
relationship with unexpected and transition cost was found (1.11) 
Use of external expertise (1.12) is considered a very good way of mitigating risk. No explicit 
relationship between this and reducing the lack of experience was found. 
 
To outsource incrementally with small projects and gain experience over time (1.13) is also considered 
a good way of mitigating risk, stating that it can certainly achieve that confidence. But that one needs 
to be cautious on the duration of this "over time" and should not lose the focus on the big picture of 
outsourcing results when compared to the individual project's performances. A relationship was 
confirmed between this RMS and a lack of experience in outsourcing.  
 
Dual sourcing is (1.15, 1.16) considered to be effective, but nothing is said on why and when. It is 
however only considered to be effective with effective Multi Vendor Management expertise and 
approach and that unless the client base has the expertise and time to manage both the sourcerers, 
this itself could be a daunting task for the client. There was no explicit mentioning of this RMS being 
able to reduce switching costs. 
 
Include material and human reversibility clauses (1.17, 1.18) can be considered effective to some 
extent, at least from the environment perspective. But the skills take over could be a challenge for 
sure, because even if the (skills) clause shall exists, not all the employees would be willing to join back 
the client. Hence, this clause may not be fool proof. 
 
Avoid propriety technologies and employ mainstream technologies as much as possible. If a specific 
technology is required, ensure that adequate capability is maintained within the organization to 
support the technology is considered a good RMS but not relationship was found with asset specifity. 
(1.18, 1.19) 
 
The respondent mention that checking professional references thoroughly is effective, but that a 
thorough analysis of the references alone is not the only success criteria (for an outsourcing 
relationship). No relationship found with a small number of suppliers (1.20). 
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Negotiate flexible contracts that can be renegotiated at specified intervals can be considered an 
effective way to reduce outsourcing risk. Here a relationship with the risk factor uncertainty is found 
mentioning that both business and technological environments are changing at a rapid pace, it is 
essential to keep up pace with those changes to remain competitive. Hence, a flexible contract is the 
best option to reduce IT outsourcing risk. (1.21) 
 
Using sequential contracts is considered effective in a similar way to flexible contracts, so the 
argument for its effectiveness is the same. This confirms the relationship between the risk factor of 
uncertainty. (1.22) 
 
Extensive transition plans for technology are essential as part of outsourcing mentioning that it is 
absolutely essential to ensure the client is able to take advantages of the current technology. 
Therefore a link between this and technological discontinuity is found. (1.23) 
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Response 2 
 
Risk mitigation strategies as found in 
literature - 
RAF volgens Aubert 




- Adopting extensive planning (Aubert, et al., 
2005) (2.1, 2.12) 
- Transferring these costs through contract 





and management costs 
(Cross, 1995; Earl, 1996; 
Nelson et al., 1996) (2.1, 
2.12) 
 
- Use of external expertise (Bahli & Rivard, 
2003; Sullivan & Ngwenyama, 2005) (2.14) 
 
- Lack of experience 
and expertise of the 
client with the activity 
(Earl, 1996; Lacity et 
al., 1995, Sappington, 
1991) (2.5, 2,6, 2,14) 
- Use of external expertise (Bahli & Rivard, 
2003; Sullivan & Ngwenyama, 2005) (2.14) 
- Outsource incrementally with small projects 
and gain experience over time. (Kern, et al., 
2002; Ngwenyama & Sullivan, 2007; 
Willcocks, et al., 1999) (2.15) 
- Lack of experience of 
the client with 
outsourcing (Earl, 
1996) (2.14, 2.15) 
 
- Dual Sourcing (Aubert, 1998; Bahli & 
Rivard, 2003; Kern, et al., 2002) (2.18) 
- Include material and human reversibility 




repatriation, and transfer 
to another 
supplier) (O’Leary, 1990) 
(2.1, 2.18, 2.19, 2.20) 
- Planning estimates and provisions (2.2) - Uncertainty (2.2) 
- Avoid propriety technologies and employ 
mainstream technologies as much as 
possible. If a specific technology is 
required, ensure that adequate capability is 
maintained within the organization to 
support the technology. (Sullivan & 
Ngwenyama, 2005) (2.21, 2.22) 
- Make clear legal sign offs or licensing rules 
(2.8) 
- Asset specificity 
(Williamson, 1985) 
(2.8) 
- Check professional references thoroughly. 
(Ngwenyama & Sullivan, 2007) (2.23) 
- Small number of 
suppliers (Nam et al., 
1996) (2.9, 2.23) 
- Advance planning and correct scope in 
contract (2.3)  
- Professional advice from external and 
internal expers (2.4) 
 
Costly contractual 
amendments (Earl, 1996) 
(2.3, 2.4) 
- Negotiate flexible contracts that can be 
renegotiated at specified intervals. (Bahli & 
Rivard, 2003; Sullivan & Ngwenyama, 2005) 
(2.24) 
- Using sequential contracts (Aubert, et al., 
2005; Bahli & Rivard, 2003) (2.25) 
- Project planning with an agreed governance 
model (2.10) 
- Uncertainty (Alchian & 
Demsetz, 1972; Barzel, 
1982) (2.10) 
- Develop thorough technology transition plans 
with the vendor. Ensure that vendor specifies 
replacement technology. (Sullivan & 
Ngwenyama, 2005)  
- Assess how the supplier can provide the 
required service (2.12) 
- Technological 
discontinuity (Lacity et 
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Undesirable outcomes mentioned in RAF 
Unexpected transition and management costs are not considered something as part of a risk 
assessment, but that they should be planned for using a contingency budget (2.1). Because this 
sounded quite contradictory, I’ve kept this UO in the RAF for the respondent. Switching costs are 
considered as a risk during risk assessment (2.2). The respondent does not consider costly 
contractual amendments as a risk that needs to be assessed during risk assessment. The respondent 
considers that these contractual amendments can be prevented by advance planning and correct 
scope (2.3) and with professional advice from external and internal experts (2.3). 
 
Risk factors mentioned in RAF 
According to respondent the risk factors lack of experience of the client with the activity should be 
considered as part of a risk assessment (2.5, 2.6) as internal factors can significantly affect the 
success of a project e.g. understanding the need to make internal resources available at the 
appropriate time to validate activity.  
 
Lack of experience with the client with outsourcing is also something that should be considered during 
risk assessment(2.7). Planning communication sessions internally is important when the organization 
is inexperienced. 
 
Asset specifity is also something important to consider during risk assessment. It is considered 
important that things like intellectual property rights is understood, software licensing is important i.e 
You need to know what you have, and what you are able to let the outsourcer use, and if there is any 
cost associated, particularly with offshore use (legal sign offs or licensing rules) (2.8). 
No information was found on whether a small number of suppliers who can provide the service should 
be considered as a risk factor. The question was misinterpreted by the respondent. 
Uncertainty should be considered as part of the risk assessment framework, because outsourcing 
relationships grow over time and that it’s important that project planning takes this into account with an 
agreed governance model (2.10). 
 
Technological discontinuity is considered a risk factor, because it’s essential to assess how the 
supplier can provide the required service, and understand/assess any plans to mitigate risk (2.11). 
 
Risk mitigation strategies found in literature 
Adopting extensive planning is considered an effective risk mitigation strategy. The respondent say 
that if you worked to understand the risks, you can plan to deal with most if not all of the issues. This 
preparation will minimise impact to the business, and keep additional cost down to a minimum. This 
confirms a relationship between adopting extensive planning and unexpected transition and 
management costs (2.12). 
 
Transferring cost to supplier is not considered effective because risk mitigation in outsourcing is not 
specifically about cost, it is also about things like service continuity/improvement (2.13). 
Use of external expertise is considered as one tool to be used as risk mitigation strategy. It can act as 
a guide to your internal team, particularly if they are inexperienced, but also to confirm best practice. It 
can also offer something of a "neutral pair of eyes" between the customer and the outsourcer. This 
confirms a relationship between the use of external expertise and lack of experience. (2.14). 
 
To outsource incrementally with small projects and gain experience over time (2.15, 2.16) is also 
considered a good way of mitigating risk, stating that it is one approach and can work, particularly to 
build experience but NB the problem with this is that it may reduce the opportunities and associated 
benefits of aggregating work into a large outsourcing project. It also potentially duplicates effort. This 
does confirm the relationship with lack of experience with the client with outsourcing.  
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Dual sourcing is (2.18) considered to be effective, if one uses different vendors for different services is 
fine, and creates a level of a) competition for the services when the contracts become available, and 
b) enables comparison of vendors performance during the contracts. The risk of multiple vendors for 
the same service means it is possible to blame the other party. This confirms a relationship with 
switching costs.  
Include material and human reversibility clauses (2.19, 2.20) can be considered effective because 
material clauses just ensures that you are in a better position to do what you want at the end of the 
contract e.g bring it back in house or switch to another supplier and people clauses ensures that 
potentially key skills/knowledge are still available to you if you want to bring the service back in house. 
NB The risk with this is that you may have already lost some of the key people during the life of the 
contract. This confirms the relationship between this RMS and switching costs. 
 
Avoid propriety technologies and employ mainstream technologies as much as possible. If a specific 
technology is required, ensure that adequate capability is maintained within the organization to 
support the technology is considered a good RMS because it makes it easier for the supplier to 
maintain the team if the skills are widely available in the market place. Niche skills create problems in 
maintaining or increasing the team sized as the contract progresses. This confirms the relationship 
between this RMS and Asset specifity (2.21, 2.22).  
 
The respondent mention that checking professional references thoroughly is effective saying that it will 
always help, and should be supported by reference visits to existing customers before agreeing a 
contract with that supplier (2.23). No relationship was found with a small number of suppliers. 
 
Negotiate flexible contracts that can be renegotiated at specified intervals can be considered an 
effective way to reduce outsourcing risk (2.24), because it will help to avoid the supplier becoming 
complacent, and give you a "get out" option should you feel vulnerable to serious risk. This confirms 
the relationship with uncertainty, because it gives a way in dealing with external changes (the IT 
outsourcing relationship with the vendor) 
 
Using sequential contracts is not considered effective because if the contract is too short it builds in a 
different sort of risk. There has to be some incentive to the supplier to build and maintain a team, and 
be able to show service improvement (2.25).  
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Response 3 
 
Risk mitigation strategies as found in 
literature - 
RAF volgens Aubert 




- Adopting extensive planning (Aubert, et al., 
2005) (3.12) 
- Transferring these costs through contract 





and management costs 
(Cross, 1995; Earl, 1996; 
Nelson et al., 1996) (3.1, 
3.5, 3.6, 3.14) 
 
- Use of external expertise (Bahli & Rivard, 
2003; Sullivan & Ngwenyama, 2005) (3.1, 
3.4, 3.14) 
 
- Lack of experience 
and expertise of the 
client with the activity 
(Earl, 1996; Lacity et 
al., 1995, Sappington, 
1991) (3.1, 3.14) 
- Use of external expertise (Bahli & Rivard, 
2003; Sullivan & Ngwenyama, 2005) (3.1, 
3.4, 3.5, 3.14) 
- Outsource incrementally with small projects 
and gain experience over time. (Kern, et al., 
2002; Ngwenyama & Sullivan, 2007; 
Willcocks, et al., 1999) (3.15) 
- Lack of experience of 
the client with 
outsourcing (Earl, 
1996) (3.1, 3.4, 3.5, 3.6, 
3.14) 
 
- Dual Sourcing (Aubert, 1998; Bahli & 
Rivard, 2003; Kern, et al., 2002) (3.16, 3.17) 
- Include material and human reversibility 
clauses (Tafti, 2005) (3.18, 3.19) 
- Knowledge transfer in both direction as 
integral part of the contract reduces 




repatriation, and transfer 
to another 
supplier) (O’Leary, 1990) 
(3.15, 3.22) 
- Avoid propriety technologies and employ 
mainstream technologies as much as possible. 
If a specific technology is required, ensure that 
adequate capability is maintained within the 
organization to support the technology. 
(Sullivan & Ngwenyama, 2005)  
- Asset specificity 
(Williamson, 1985) (3.7, 
3.8) 
- Check professional references thoroughly. 
(Ngwenyama & Sullivan, 2007)  
- Small number of 
suppliers (Nam et al., 
1996) 
- Use of external expertise (Bahli & Rivard, 
2003; Sullivan & Ngwenyama, 2005) (3.3, 
3.4) 
 
- Lack of experience of 
the client with 
outsourcing (Earl, 
1996) (3.3, 3.4) 
 
Costly contractual 
amendments (Earl, 1996) 
(3.2, 3.3, 3.4) 
- Negotiate flexible contracts that can be 
renegotiated at specified intervals. (Bahli & 
Rivard, 2003; Sullivan & Ngwenyama, 2005) 
(3.21) 
- Using sequential contracts (Aubert, et al., 
2005; Bahli & Rivard, 2003) (3.22) 
- Uncertainty (Alchian & 
Demsetz, 1972; Barzel, 
1982) (3.21) 
- Develop thorough technology transition plans 
with the vendor. Ensure that vendor specifies 
replacement technology. (Sullivan & 
Ngwenyama, 2005)  
- Technological 
discontinuity (Lacity et 
al., 1995) (3.11) 
 
Undesirable outcomes mentioned in RAF 
Unexpected transition and management costs are considered something as part of a risk assessment 
(3.1) The respondent mentions this is due to 1) the low success rate of doing a first project abroad 
without external guidance 2) the low (financial) gain during the first few years of going "offshore"  
3)the way most first outsource projects face serious delays. Because these examples relate to initial 
first time projects it is therefore that I conclude that a lack of experience is a cause and external 
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guidance is a remedy. A relationship between this OU, lack of experience in IT outsourcing and the 
use of external expertise are therefore confirmed.  
The respondent does consider costly contractual amendments as a risk that needs to be assessed 
during risk assessment because changing requirements becomes very visible and time consuming as 
it takes time to fully understand the impact of changes (3.2) 
 
Risk factors mentioned in RAF 
According to respondent one the risk factors lack of experience with the client with the activity to be 
outsourced and outsourcing in general should be considered as part of a risk assessment. External 
advice is intended to reduce numerous risks related to the lack of experience. Inexperience in offshore 
outsourcing leads to issues regarding project delivery and budgeting. This again confirms the 
relationship between the use of external expertise to mitigate the lack of experience to reduce 
unexpected transition and management costs (3.4, 3.5 ,3.6). Asset specifity is not considered to be 
something for risk assessment, because most of the time, assets are well defined and an outsourcing 
partner should be chosen offering the right assets and platforms. It all comes to carefully selecting the 
best partner (3.7) . You do not lose more assets from moving to another supplier than when investing 
in own assets (3.8). No comment was found on the small number of suppliers to choose from before 
starting an IT outsourcing relationship. The question was interpreted as relating to reducing the current 
amount of suppliers. Uncertainty should be considered as part of the risk assessment framework, 
because it needs to be managed well. In case you can't manage it well, you usually only hear "good 
news stories" and reports until the moment of delivery, especially when outsourcing to cultures where 
"bad news" is never given to superiors. (3.10) Technological discontinuity is not considered a risk 
factor: “No, Especially in IT there is no real technological discontinuity. Programming languages are 
highly standardized, processes are (ITIL), and even projects are (Prince2, PMBok, ...). It all comes to 
carefully select the right partner who adheres to the same suite of tools and processes in order to 
have a truly exchangeable partnership in which you can decide to swap partners of to insource again 
at any time.” 
 
Risk mitigation strategies found in literature 
Adopting extensive planning is considered an effective risk mitigation strategy on the condition that if it 
contains intermediate and verifiable deliverables. No relationship was found with unexpected transition 
and management costs (3.12). 
 
Transferring cost to supplier is not considered effective because the respondent mentions that just 
transferring costs does not solve things. transferring responsibilities, formalized into very well defined 
SLA may reduce the risk more than just transferring costs (3.13). 
Use of external expertise is considered effective, because without external management guidance, 
most first projects have very little chance to be successful and profitable at the same time. This 
confirms that external management guidance confirms a relationship with unexpected transition and 
management costs (3.14). 
 
To outsource incrementally with small projects and gain experience over time is not considered 
effective because it does not reflect the complexity of larger projects (3.15). 
 
Dual sourcing is (3.17) considered to be effective, if competitiveness exists between suppliers. This 
confirms the relationship with being locked in by the supplier.  
Include material and human reversibility clauses are not considered effective because for material 
clauses most of the time, shipping technology equipment to and from offshore destinations is not very 
obvious. Some hardware suppliers even do not allow this by contract (3.18). People takeover not 
applicable to offshore outsourcing. However, even when using locals, you must take into account that 
many of those suppliers work with freelancers who do not want to work on permanent positions (3.19). 
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Negotiate flexible contracts that can be renegotiated at specified intervals can be considered an 
effective way to reduce outsourcing risk in case that you lack knowledge or requirements. The 
drawback is that budgeting for project cannot be done upfront (3.21). So a relationship was found with 
uncertainty. 
 
Using sequential contracts is considered effective because the outsourcing partner does not take your 
partnership for granted. Of course, a few intermediate follow up or steering meeting should be 
scheduled in order to support this approach (3.22). No relationship was found with uncertainty. 
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Response 4 
 
Risk mitigation strategies as found in 
literature - 
RAF volgens Aubert 




- Adopting extensive planning (Aubert, et al., 
2005) (4.11) 
- Transferring these costs through contract 





and management costs 
(Cross, 1995; Earl, 1996; 
Nelson et al., 1996) (4.8, 
4.11) 
 
- Use of external expertise (Bahli & Rivard, 
2003; Sullivan & Ngwenyama, 2005) (4.13) 
 
- Lack of experience 
and expertise of the 
client with the activity 
(Earl, 1996; Lacity et 
al., 1995, Sappington, 
1991) (4.8, 4.13) 
- Use of external expertise (Bahli & Rivard, 
2003; Sullivan & Ngwenyama, 2005) (4.13) 
- Outsource incrementally with small projects 
and gain experience over time. (Kern, et al., 
2002; Ngwenyama & Sullivan, 2007; Willcocks, 
et al., 1999) (4.15) 
- Lack of experience of 
the client with 
outsourcing (Earl, 
1996) (4.8, 4.13) 
 




- customer scope creep 
or incomplete 
information provided 
to service provider. 
(4.2) 
- under scoping effort 
by service provider to 
come in at a saleable 
price. (4.3) 
- Dual Sourcing (Aubert, 1998; Bahli & Rivard, 
2003; Kern, et al., 2002) (4.16) 
- Include material and human reversibility 




repatriation, and transfer 
to another 
supplier) (O’Leary, 1990) 
(4.4) 
- Avoid propriety technologies and employ 
mainstream technologies as much as 
possible. If a specific technology is 
required, ensure that adequate capability is 
maintained within the organization to 
support the technology. (Sullivan & 
Ngwenyama, 2005) (4.17) 
- Asset specificity 
(Williamson, 1985)  
 - Existing service 
provider being 
unwilling to provide 
adequate switching 
assistance is risk 
factor in switching 
costs. (4.4) 
- Check professional references thoroughly. 
(Ngwenyama & Sullivan, 2007)  
- Small number of 
suppliers (Nam et al., 
1996)  
- Negotiate flexible contracts that can be 
renegotiated at specified intervals. (Bahli & 
Rivard, 2003; Sullivan & Ngwenyama, 2005)  
- Using sequential contracts (Aubert, et al., 
2005; Bahli & Rivard, 2003)  
- Uncertainty (Alchian & 
Demsetz, 1972; Barzel, 
1982)  
Costly contractual 
amendments (Earl, 1996) 
(4.6, 4.7, 4.8) 
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- Develop thorough technology transition plans 
with the vendor. Ensure that vendor specifies 
replacement technology. (Sullivan & 
Ngwenyama, 2005)  
- Technological 
discontinuity (Lacity et 
al., 1995) (4.10) 
 
- Lack of detail provided 
by customer. (4.6) 





- bad communication 
between parties. (4.8) 
 
Undesirable outcomes mentioned in RAF 
Unexpected transition and management costs are considered something as part of a risk assessment. 
Causes for it mentioned are inadequate due diligence before contract signature (4.1); Customer scope 
creep or incomplete requirements (4.2) and under scoping of effort by service provider to come in at a 
saleable price (4.3). The respondent does consider switching costs are a risk that needs to be 
assessed. It is mentioned that a risk factor is that existing service providers being unwilling to provide 
adequate switching assistance is risk factor in switching costs (4.4). The respondent does consider 
costly contractual amendments as a risk that needs to be assessed These risks can be due to lack of 
detail provided by customer (4.5); service provider understating and underestimating customer 
environment (4.6) ; bad communication between parties (4.7). 
 
Risk factors mentioned in RAF 
According to the respondent one the risk factors lack of experience with the client with the activity to 
be outsourced and outsourcing in general should be considered as part of a risk assessment, because 
customers often under-estimate the management overhead and requirements for the customer’s 
retained organization to manage a complex outsourcing agreement. This frequently results in a 
contract going bad quickly as a lack of trust builds between the parties (4.8).  
No comment was found on the small number of suppliers (4.9) to choose from before starting an IT 
outsourcing relationship. The question was interpreted as whether having a small number of suppliers 
for IT outsourcing relationships is considered a risk.  
Technological discontinuity is not considered a risk factor as long as a refresh/replacement policy is in 
place and adheared to (4.10). This is interpreted as that a refresh/replacement policy that is in place 
and adheared to mitigates the risk of technological discontinuity. 
 
Risk mitigation strategies found in literature 
Adopting extensive planning is considered an effective risk mitigation strategy. No explicit relationship 
was found with unexpected transition and management costs (4.11). 
 
Transferring cost to supplier is not considered effective because the respondent mentions that this is 
generally why an outsourcing contract is entered into in the first place (4.12). 
Use of external expertise is considered effective, because often neither the client or the service 
provider lack the skills to assess and manager risk. A relationship is found between external expertise 
and lack of experience (4.13).  
 
To outsource incrementally with small projects and gain experience over time is not considered 
effective because small projects do not prepare customer with managing a major outsourcing contract. 
(4.15). 
 
Dual sourcing (4.16) is considered not to be effective, because it increases risk of scope confusion 
and finger pointing.  
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Response 5 
 
Risk mitigation strategies as found in 
literature - 
RAF volgens Aubert 




- Adopting extensive planning (Aubert, et al., 
2005)  
- Transferring these costs through contract 




and management costs 
(Cross, 1995; Earl, 1996; 
Nelson et al., 1996) (5.1) 
 
- Use of external expertise (Bahli & Rivard, 
2003; Sullivan & Ngwenyama, 2005)  
 
- Lack of experience and 
expertise of the client 
with the activity (Earl, 
1996; Lacity et al., 1995, 
Sappington, 1991) 
- Use of external expertise (Bahli & Rivard, 
2003; Sullivan & Ngwenyama, 2005)  
- Outsource incrementally with small projects 
and gain experience over time. (Kern, et al., 
2002; Ngwenyama & Sullivan, 2007; 
Willcocks, et al., 1999) (5.8) 
- Lack of experience of 
the client with 
outsourcing (Earl, 
1996) (5.4, 5.8) 
 
- Dual Sourcing (Aubert, 1998; Bahli & Rivard, 
2003; Kern, et al., 2002) (5.9) 
- Include material and human reversibility 
clauses (Tafti, 2005)  
- Research, make known and chart switching 




repatriation, and transfer 
to another 
supplier) (O’Leary, 1990) 
(5.2) 
- Avoid propriety technologies and employ 
mainstream technologies as much as possible. 
If a specific technology is required, ensure that 
adequate capability is maintained within the 
organization to support the technology. 
(Sullivan & Ngwenyama, 2005)  
- Asset specificity 
(Williamson, 1985) (5.5) 
- Check professional references thoroughly. 
(Ngwenyama & Sullivan, 2007)  
- Small number of 
suppliers (Nam et al., 
1996) 
 
- Bad work and 
preparation (5.3) 
Costly contractual 
amendments (Earl, 1996) 
(5.3) 
- Negotiate flexible contracts that can be 
renegotiated at specified intervals. (Bahli & 
Rivard, 2003; Sullivan & Ngwenyama, 2005)  
- Using sequential contracts (Aubert, et al., 
2005; Bahli & Rivard, 2003) (5.10) 
- Use projectmanagement and change 
management (5.6) 
- Uncertainty (Alchian & 
Demsetz, 1972; Barzel, 
1982) (5.6) 
- Develop thorough technology transition plans 
with the vendor. Ensure that vendor specifies 
replacement technology. (Sullivan & 
Ngwenyama, 2005)  
- Technological 
discontinuity (Lacity et 
al., 1995) (5.7) 
 
Undesirable outcomes mentioned in RAF 
Unexpected transition and mitigation costs are considered something as part of a risk assessment 
with a difference between customer and supplier (5.1). Switching costs are not considered part of a 
risk assessment. These costs need to be investigated, made known and mapped (5.2) by the client 
organization. The respondent does not consider costly contractual amendments but that it’s actually 
due doing bad work. If the result of bad work can be considered a risk. You can consider everything as 
a risk (5.3).  
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Risk factors mentioned in RAF 
According to respondent one the risk factors lack of experience with the client with the activity to be 
outsourced and outsourcing in general. No relationship was found between lack of experience and 
unexpected management and transition costs (5.4). Asset specifity is not considered to be something 
for risk assessment, but just not doing your work properly (5.5). Uncertainty should not be considered 
as part of the risk assessment but should be dealt with project management and change 
management. That is where all the risk mitigating activities are defined (5.6). Technological 
discontinuity is not considered a risk factor but it should be something that you have to come to an 
agreement with and that needs to be managed (5.7). 
 
Risk mitigation strategies found in literature 
To outsource incrementally with small projects and gain experience over time is considered effective it 
helps to gain experience (5.8). This confirms the relationship between outsourcing incrementally and 
lack of experience.  
Dual sourcing is considered not to be effective. It only makes sourcing more complex (5.9).  
Using sequential contracts are not considered effective because they do not contain enough financial 
value for the commitments necessary for outsourcing success (5.10).  
 
