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1 INLEDNING 
Linux är kärnan i ett Unix-baserat operativsystem. Operativsystemkärnan är den viktig-
aste och den innersta delen av operativsystemet och dess huvuduppgift är att kommuni-
cera med hårdvaran, kolla figur 1.  
 
 
 
 
När man pratar om Linux pratar man i självaverket om kärnan i operativsystemen. Li-
nux-kärnan är inte ett fullständigt operativsystem i sig utan ett sådant innehåller också 
en mängd annan programvara och bibliotek som underlättar användning av datorn, bl.a. 
minneshantering, uppstarting av andra program och IO-hantering (debian.org, 2010). 
Den korrekta benämningen på ett Linux-baserat operativsystem är egentligen 
GNU/Linux (debian.org, 2010). GNU (GNU´s Not Unix) är ett programvaruprojekt 
med öppen källkod som startades av Richard Stallmans år 1983. Stallman hade tänkt att 
det skulle vara helt fritt och öppet operativsystem. För att försäkra detta skapade Stall-
man en GPL-licens (General Public License). All programvara som görs under GPL-
licensen blir automatiskt öppen källkod. Under åren skapades det flera program som 
hörde till GNU-projektet, dessa enskilda program var kompatibla med UNIX. För att 
GNU-projektet skulle kunna uppnå målet att vara helt öppet operativsystem behövdes 
det ännu en fungerande kärna. Under tiden hade den finlandsvenska Linus Torvalds ar-
betat med ett eget projekt där han programmerade en egen Unix-baserad kärna. Han 
publicerade första versionen av Linux-kärnan år 1991. Dessa två projekt kombinerades 
och som slutprodukt fick vi första versionen av GNU/Linux. I fortsättning när jag näm-
Applikationer 
Linux kärna 
Processor Minne Enhet 
Figur 1. Gränssnitt mellan Linux kärna och applikationer 
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ner Linux syftar jag på helheten GNU/Linux och inte bara kärnan av operativsystemet 
(Saunders, 2010, s. 6-7). 
 
Operativsystem Linux har många goda egenskaper, bl.a. säkerhet, stabilitet, förmånlig-
het och öppenhet (Kuutti & Rantala, 2007, s.27-31). Fördelar och nackdelar behandlas 
närmare i avsnitt 2.1. Systemet är planerat med omtanke gällande parallellkörning och 
dessutom klarar det flera användare enkelt (Peltomäki & Linjama, 1999, s.14). Linux 
baserar sig på öppen källkod från första början, som för med sej både fördelar och nack-
delar. Eftersom källkoden är öppen för alla har det resulterat i att det finns en mängd 
olika distributioner utgivna, varav man kan välja en som tilltalar mest sig själv. Denna 
diversitet gör att nya användare blir lätt förvirrade och är osäkra vilken distribution är 
det rätta valet. Men om man kommer förbi detta och börjar bekanta sig djupare med Li-
nux och vad det har att erbjuda, öppnas det en helt ny värld av möjligheter för använda-
ren.  
 
Syftet med detta examensarbete är att utveckla svenskspråkigt stödmaterial som kan ut-
nyttjas inom undervisningen i Arcada i samband med de flera olika kurser var det krävs 
och förväntas Linux-kunskap. Målsättningen är att skapa basmaterial om Linux-
installationen och konfigurationer till en wiki-baserad sida som Arcada kan ta i bruk för 
studenter och lärare. Men också sänka tröskeln för nya användaren som vill lära sig 
grunderna i Linux-omgivningen. Materialet i detta examensarbete baserar sig på littera-
tursökning inom Linux-området för att få tillräcklig uppfattning om hur Linux är upp-
byggt och hurdan funktionalitet det innehåller. Dessutom kommer jag att installera och 
konfigurera alla tjänster som tas upp i detta examensarbete, för att få uppfattning om hur 
tjänsterna fungerar och vilka alternativ som är de bästa. 
 
Detta arbete fokuserar sig endast på Linux-distributionen Ubuntu. Det kommer inte hel-
ler att beskrivas på djupet alla möjliga konfigurationer som är tillgängliga för installe-
rade tjänster, utan fokus ligger på de nödvändigaste konfigurationerna som tjänsten krä-
ver för att fungera på ett önskat sätt. Arbetet fokuserar i huvudsak på hur man använder 
kommandorad men även på tjänster med grafiska användargränssnitt som underlättar 
konfigureringsprocessen kommer att behandlas. 
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Examensarbetet fortsätter enligt följande, kapitel 2 är en översikt över Linux. Inom detta 
kapitel kommer det att behandlas närmare fördelar och nackdelar, dessutom behandlas 
kommandotolken, filstruktur, rättigheter och Bash-skript. Därtill går jag igenom hur 
man installerar Ubuntu Linux. Kapitel 3 handlar om hur man installerar och konfigure-
rar grundtjänster såsom Apache2, MySQL och PHP på en Linux-server. I kapitel 4 be-
skrivs det hur man installerar och konfigurerar övriga tjänster som medför medvärde för 
en server, såsom FTP, Samba och DLNA.  
2 LINUX 
I detta kapitel presenteras det för- och nackdelar med Linux och vilka olika distribution-
er det finns. Därefter beskrivs installationsprocessen av Ubuntu-Linux. Dessutom tas det 
upp grunderna i användning av kommandotolken och Bash-skript. De vanligaste kom-
mandon och Bash-skript tas upp i form av exempel. Därefter bekantar vi oss med fil-
struktur och filrättigheter i Linux.  
2.1 Fördelar och nackdelar 
Linux har flera fördelar som gör att det är ett bra val som det primära operativsystemet 
både på hemdator och på en server. Som fördelar i Linux kan man nämna öppen käll-
kod, eftersom den är öppen minskar också risken att säkerhetshål och bakdörrar blir 
omärkta. Oftast kommer det också många mindre uppdateringar som korrigerar mindre 
och större säkerhetshål i systemet. Linux är också mycket stabilt vilket beror på att kär-
nan “kraschar” ytterst sällan. Operativsystemet kan därför vara uppe flera månader, som 
gör att Linux fungerar utmärkt som operativsystem på en server. Andra fördelar med 
Linux är att det inte kräver mycket prestanda av datorn och fungerar av den orsaken bra 
även på äldre hårdvara (Kekäläinen, Sivonen, Suutala, 2008, s. 4-5; Kuutti & Rantala, 
2007, s. 27-31).   
 
Liksom alla operativsystem har Linux även nackdelar. Linux uppfattas oftast som att 
vara invecklat och svårt att använda. Detta är sant i viss mån, men det grafiska använ-
dargränssnittet har blivit bättre under åren och största delen av tjänsterna har också ett 
fungerande grafisk gränssnitt som underlättar konfigureringsarbetet. Den största nack-
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delen med Linux är att i de flesta program fattas det ännu stöd för Linux. Förutom det 
märker man att vissa hårdvaruprodukter inte stöds av Linux-systemet, såsom t.ex. gra-
fik- och ljudkort p.g.a. att det inte finns drivrutiner eller att kompatibiliteten är dålig. 
Detta kan leda till att installation av drivrutiner kan bli en mycket mer komplicerad och 
svår process. Ibland kan man även hamna att modifiera drivrutiner för att få de att fun-
gera på systemet. Dessutom finns det också hårdvara som Linux inte alls stöder.  Som 
en nackdel kan ännu nämnas att det finns en mängd olika distributioner som kan göra att 
användarna blir lätt förvirrade över vilken är den bästa versionen för dem. Därför tar jag 
upp som nästa de vanligaste distributionerna (Kuutti & Rantala, 2007, s. 27-31).  
2.2 Olika distributioner 
Det finns flera olika distributionspaket baserade på Linux, som alla skiljer sig från 
varandra, förutom att alla baserar sig på någon version av Linux-kärnan. Dessa distri-
butionspaket innehåller varierande programvara och är oftast fokuserade på något visst 
ändamål såsom serveroperativsystem eller vanlig skrivbordsanvänding. Fast alla distri-
butionspaket skiljer sig från varandra har de ändå oftast gemensamma aspekter. Dessa 
aspekter är att de innehåller en mängd av öppen programvara, installationspaket för in-
stallation av själva distributionen och hanteringsprogram (såsom apt-get) för att instal-
lera annan programvara. Som följande en kort beskrivning på olika distributionspaket. 
2.2.1 Debian  
Debian (Debian GNU/Linux) är ett distributionspaket vars mål är att fortsätta att ut-
veckla ett öppet och gratis Linux-baserat operativsystem. Debian innehåller m.a.o. en-
bart programvara med öppen källkod. Utvecklingen och underhållet görs med hjälp av 
frivilliga. Debian distributionspaketet stöder flera olika datorarkitekturer och innehåller 
ett välfungerande pakethanteringsprogram, som underlättar installation och radering av 
programvara på datorn. Stabila nya versioner av Debian publiceras sällan, vilket kan 
leda till att all ny programvara inte stöds. Det finns också en mängd andra distributions-
paket som bygger på Debian, bl.a. Ubuntu och Mint som behandlas som nästa (Pel-
tomäki & Linjama, 1999, s. 9; Kuutti & Rantala, 2007, s. 14-15; debian.org, 2010). I 
figur 2 kan man se en skärmkopia av Debian GNU/Linux. 
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Figur 2. Debian GNU/Linux 
2.2.2 Mint 
Linux Mint är för tillfället en av de populäraste Linux-distributionerna som finns till-
gängliga. Man har utvecklat det med fokus att det grafiska användargränssnittet skall 
vara så elegant och enkelt som möjligit att använda. Mint är gratis och hör under GPL-
licensen. Det baserar sig på Debian och Ubuntu, och innehåller därför färdigt en mängd 
av programvara. Mint utvecklas enligt användarnas efterfrågan, d.v.s. utvecklingen styrs 
till en viss mån av helt vanliga användares utvecklingsidéer. Förutom det underhålls 
varje version av Mint minst 5 år, därför passar det också utmärkt för företagsanvändning 
(linuxmint.com). I figur 3 kan man se en skärmkopia av Mint Linux. 
 
Figur 3. Mint Linux 
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2.2.3 OpenSUSE och SUSE Linux Enterprise 
OpenSUSE är ett distributionspaket som utvecklas av Novell vid sidan om deras före-
tagsversion som heter SUSE Linux Enterprise. Novell uppdaterar OpenSUSE versionen 
med jämna mellanrum, som sedan flyttas till företagsversionen. OpenSUSE är använ-
darvänlig p.g.a. deras installationsverktyg YaST (Yet Another Setup Tool) med vilket 
man kan installera systemet och programvara. Det färdigt installerade systemet innehål-
ler program både för vanliga användare (webbläsare och texthanteringsprogram) och 
grafiska verktyg för administerginsarbete (Negus, 2010, s. 593-606; Peltomäki & Lin-
jama, 1999, s. 10). I figur 4 en skärmkopia av OpenSUSE. 
 
Figur 4. OpenSUSE 
2.2.4 Fedora och Red Hat Enterprise Linux 
Red Hat Enterprise Linux är ett företagsinriktat distributionspaket som utvecklas av Red 
Hat. Vid sidan av företagsversionen utvecklas Fedora, som är den kostnadsfria version-
en av Red Hat Enterprise. Fedora fungerar som testplattform åt nya versioner och pro-
gramvara. Efter att programmen är tillräckligt stabila och fungerar på önskat sätt flyttas 
de till den kommersiella versionen. Red Hat har många goda egenskaper, bl.a. kommer-
siella stödtjänster inom företagsvärlden, flera kommersiella program använder deras pa-
keteringsprogram RPM (RPM Package Manager) och systemet är stabilt (Negus, 2010, 
s. 545-567; Peltomäki & Linjama, 1999, s. 9-10). I figur 5 en skärmkopia av Red Hat 
Linux.   
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Figur 5. Red Hat Linux 
2.2.5 Ubuntu 
Ubuntu baserar sig på Debian GNU/Linux distributionspaketet men fokusen ligger mera 
på att skapa en stabil och användarvänlig version med regelbundna uppdateringar. Nu-
förtiden stöder Ubuntu även många olika språk. Canonical Ltd företagen svarar för 
Ubuntus utveckling. Ubuntu skiljer sig från andra distributionspaket på så sätt att det 
inte har delat utvecklingen av systemet till en kommersiell och en gratis version. Ubuntu 
använder sig av Debians pakethanterings program (apt-get) (Negus, 2010, s. 525-543). 
Installationen av Ubuntu  är även mycket enkel och tydlig, detta behandlas mera i nästa 
kapitel. För en skärmkopia av Ubuntu Linux, se figur 6. 
 
Figur 6. Ubuntu Linux 
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2.3  Installation av Ubuntu Linux 
I detta kapitel behandlas hur skrivbordsversionen eller grafiska sidan av Ubuntu install-
eras. Största skillnaden mellan skrivbordsversionen och serverinstallationen är att ser-
versidan inte har grafiskt användargränssnitt. Andra skillnader mellan versionerna är 
programvaran som installeras färdigt, skrivbordsversionen har mera vikt på att under-
lätta vanlig användning av datorn, medan serversidan har tyngdpunkten på programvara 
som är nödvändig för en server. Nuförtiden är det ingen skillnad mellan skrivbords och 
serverversion av Ubuntu. Efter att version 12.04 av Ubuntu lanserades har man börjat 
använda samma operativsystemskärna i både skrivbords och server versionerna. Detta 
möjliggör installering och användning av det grafiska användargränssnittet på en 
Ubuntu server.. Installationen av den grafiska versionen av Ubuntu Linux är nuförtiden 
en mycket enkel och snabb process. Användaren behöver endast ta ställning till några 
enkla frågor som språk, tidszon, tangnentbordsspråk, användarnamn och lösenord 
(Saunders, 2010, s. 12-16).  
 
2.4 Kommandotolkens grunder 
När man arbetar med Linux stöter man mycket på kommandotolken, den behövs mest 
till då man skall modifiera konfigurationsfiler eller automatisera saker. Så fort man lärt 
sig använda kommandotolken minskar också oftast användning av den grafiska sidan 
för att installera eller konfigurera program, eftersom i största delen av fallen är det 
snabbare och effektivare att göra allt via kommandotolken. Nästa kapitel behandlar hur 
kommandotolken fungerar och vad det är. 
 
Kommandotolken är ett program som vidarebefordrar användarens kommandon till Li-
nux-kärnan, som i sin tur sedan översätter kommandon till maskinspråk. Det finns flera 
olika UNIX kommandotolkar (shell), t.ex. Bourne Shell (sh), KornShell (ksh), Bourne 
Again Shell (Bash) och Z-shell (zsh). I detta arbete behandlas endast Bash-
kommandotolken eftersom Bash är en av de populäraste kommandotolkarna som an-
vänds i Linux. Bash-kommandotolken fungerar med samma syntax som den ursprung-
liga Bourne Shell -kommandtolken. Med andra ord är Bash i sig en förbättrad version 
 17 
 
av den ursprungliga Bourne Shell -kommandotolken (Kuutti & Rantala, 2007, s. 98-99; 
Peltomäki & Linjama, 1999, s. 12). För att göra kommandotolkanvändning mer effektiv 
finns det s.k. genvägar som presenteras i tabell 1. Med dessa genvägar kan man för-
snabba och förbättra användning av kommandotolken.  
 
Tabell 1. En översikt över genvägar i terminalen (Koski & Kajala, 2005, s.178-180) 
Genväg Åtgärd
CTRL+A Flyttar indikator till början av raden.
CTRL+C Avstänger programmet.
CTRL+D Stänger programmet när den väntar på inmatning av data. 
CTRL+E Flyttar indikatorn till sluten av raden.
CTRL+R Söker senaste använda kommandon som man har inmatat.
CTRL+Z Avstänger programmet tillfälligt.
CTRL+W Raderar en ord.
SHIFT+PAGE UP Flytta uppåt i terminal fönster.
SHIFT+PAGE DOWN Flytta neråt i terminal fönster.
TAB Kompleterar inmatade datan automatiskt.
 
Kommandona inmatas till kommandotolken enligt följande logik, "kommando [-
optioner] [parameter]", om man vill t.ex. se innehållet av nuvarande katalog kan man 
skriva in kommandot "ls -long -all" i kommandotolken. Var "ls" listar innehållet i kata-
logen, "-long" skriver mera information och "-all" skriver ut också gömda filer. För att 
kunna veta hurdana optioner det finns, så kan man använda kommandot "man [kom-
mando]", t.ex. "man ls", öppnar en textfil som innehåller alla olika optioner som "ls" 
kommandot innehåller. Andra baskommandon som man behöver ofta är radering (rm), 
kopiering (cp) och flyttande (mv) av filer. När man vill radera en fil, så är det bara att 
skriva i kommandotolken "rm [parameter]", var parametern är filen som man vill ra-
dera. Om man vill radera en katalog, så ändras kommandot enligt följande "rm -R [pa-
rameter]". Optionen "-R" betyder att den rekursivt raderar filerna i katalogen och allt i 
underkatalogerna. Kopiering fungerar med kommandot "cp [fil- eller katalognamn] 
[vart fil- eller katalogen flyttas]", t.ex. "cp foo /foobar" detta kopierar filen "foo" till 
katalogen "/foobar". Om man vill kopiera kataloger måste man använda samma option 
"-R". Flyttning av filer fungerar med kommandot "mv [fil- eller katalognamn] [vart 
fil- eller katalogen flyttas]", t.ex. om man befinner i samma katalog med filen "foo" så 
kan man flytta den med kommandot "mv foo /foobar/" till katalogen "/foobar/". Om 
man vill namnge kataloger eller filer på nytt kan man kopiera eller flytta dem i samma 
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katalog och definiera bara ett nytt namn åt dem, t.ex. "cp foo foo2" eller sedan "mv foo 
foo2". Alla dessa kommandon innehåller många olika optioner, som finns förklarat 
bakom man-kommandot (Kuutti & Rantala, 2007, s. 99-104; Peltomäki & Linjama, 
1999, s. 22-31). 
 
Ibland finns det behov att använda utskrift av föregående kommando till följande kom-
mando. Detta lyckas i Linux med hjälp av pipe-funktion som använder vertikalstreck 
tecknet (|). Syntax till pipe-funktionen är "kommando1 | kommando2 | kommando..". 
Man kan t.ex. använda pipe-funktionen till att visa alla processer som användaren har 
igång: "ps aux | grep 'niklas'" där "ps aux" skriver ut alla processer som är igång, se-
dan förmedlar pipe-funktionen utskriften framåt och till sist filteras alla processer som 
inte innehåller ordet "niklas" med kommandot "grep 'niklas'". För att göra kommandot 
lite mer komplicerat kan vi ännu spara utskriften i en fil i en annan katalog och öppna 
den efteråt med följande kommando "cd Documents; ps aux | grep 'niklas' > mypro-
cess; nano myprocess". Om man spjälker föregående kommando i tre delar, varav 
första delen gör att vi flyttar oss till katalogen "Documents", andra delen fungerar exakt 
likadant som föregående exempel med det undantaget att vi sparar utskrifiten till en fil 
som heter "myprocess". Detta lyckas genom att använda tecknet ">", som överför inne-
hållet till en fil. Till sists öppnas den nya filen med textediteringsprogrammet "nano". 
Som man ser kan man rada flera kommandon efter varandra med semikolontecknet ";", 
samt skicka resultatet framåt med "|" till nästa kommando och spara utskrift till en fil 
med ">" tecknet. Med hjälp av dessa små funktioner kan man bygga upp större och mer 
komplicerade kommandonhelheter som kan göra mycket avancerade saker (Koski & 
Kajala, 2005, s. 174-178; Peltomäki & Linjama, 1999, s. 42-45, van Vugt, 2008, s. 30-
39).  
2.5 Bash-skript 
Förutom att Bash fungerar som kommandotolk är det också ett skriptspråk som innehål-
ler alla baselement (variabler, if-stats, for-loop, etc.) som man har i programmerings 
språk. I detta kapitel kommer dessa baselement att presenteras I korthet för att under-
lätta att förstå färdiga skript som används i Linux. I figur 7, ser vi ett enkelt "Hello 
World"-skript.  
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För att kunna skapa ett eget skript behöver man bara öppna en texteditor, t.ex. "nano 
hello". För att Bash-kommandotolken skall tolka att det är fråga om ett Bash skript be-
höver filen "hello" ha i början följande text "!/bin/Bash". Om man vill skriva in kom-
mentarer i skriptet sätter man (#) framför texten. Skriptet skriver ut texten "Hello 
World" med kommandot "echo" och avslutar skriptet efter det med "exit 0". För att 
kunna köra skriptet måste vi ännu modifiera filrättigheterna för skriptfilen med "chmod 
u=rwx"-kommandot (endast rooten och skaparen av skripten kan köra det). Efter det 
kan vi köra skriptet med kommandon "./hello" som skriver ut "Hello World". 
2.5.1 Syntax 
Som alla programmeringsspråk innehåller Bash också variabler, villkorssatser (if-
satser), iterationer (for- och while- loop), listor och funktioner. För att kunna göra mera 
komplicerade saker med Bash-språket och kunna tolka färdiga skript, är det bra att veta 
hur bassyntaxen ser ut därför behandlas detta som nästa. 
 
Variabler fungerar som en plats att spara information i för  senare användning i skriptet. 
Man kan spara information till en variabel genom att skriva "[variabel vart informat-
ionen sparas]="[information som man vill spara]" därefter kan man skriva det ut 
med "echo $variabel". Det är också bra att notera att när man kallar på variabeln behö-
ver man ha dollartecknet ($) framför. När man definierar en variabel så behöver man 
inte beakta datatypen. Med hjälp av villkosatser kan man skapa alternativa händelser i 
ett skript. I Bash bygger man upp if-satsen enligt figur 8.  
 
#!/bin/bash 
# 
# Our Hello World script 
# 
# Usage: hello 
 
echo "Hello World" 
exit 0 
 
Figur 7. Hello World skript 
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Villkoren byggs upp i Bash med operatorer som kan delas i fyra olika kategorier. Dessa 
kategorier är heltal, strängar, filer och logiska operatorer se tabell 2. 
 
Tabell 2. Logiska operatorer 
 
 
De vanligaste iterationer som används i Bash är for- och while-, varav for-loopen an-
vänder man mest för att iterera igenom listor, detta behandlas senare i kapitlet. While-
loopen använder man då när man är osäker hur många gånger något behöver itereras, 
d.v.s. det körs så många gånger tills ett visst villkor fylls. Syntaxen för dessa iterat-
ionstyper kan man studera närmare i figur 9. 
 
 
Operator Beskrivning av operator Exempel
-eq Nummer1 är likastort som nummer2 (a = b) nummer1 = nummer2
-gt Nummer1 är större än nummer2 (a > b) nummer1 -gt nummer2
-ge Nummer1 är större eller likamed som nummer2 (a >= b) nummer1 -ge nummer2
-lt Nummer1 är mindre än nummer2 (a < b) nummer1 -lt nummer2
-le Nummer1 är mindre eller likamed som nummer2 (a <= b) nummer1 -le nummer2
-ne Nummer1 är inte likastort som nummer2 (a != b) nummer1 -ne nummer2
 = Strängen är likadana sträng1 = sträng2
!= Strängen är inte likadana sträng1 != sträng2
-n Strängens längden är inte 0  -n sträng1
-z Strängen längden är 0  -z sträng1
-d Katalogen finns  -d filnamn
-f Filen finns  -f filnamn
-r Finns det läsrättigheter till filen  -r filnamn
-w Finns det skrivrättigheter till filen  -w filnamn
-x Finns det körrättigheter till filen  -x filnamn
if [ villkor ] 
then  
       fraser 
elif [ andra villkor ] 
then  
       fraser 
else  
       andra fraser 
fi 
Figur 8. If-sats struktur 
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Bash stöder endimensionella listor som fungerar dynamiskt. En listas i Bash skapas med 
följande syntax: lista=(index0 index1 index2). Alla värden i listan separeras med mel-
lanslag (om man har ord som innehåller mellanslag måste man använda citationsteck-
en). Från listan kan man söka och ändra innehållet av data med att hänvisa indexvärdet, 
varav listans första element alltid har index 0. I figur 10 ser man hur man kan skriva ut 
värden, ändra på dem och lägga till mera data i listan. 
 
 
 
 
Funktionerna i Bash är bara vanliga rutiner som sparas i minne för senare användning, 
p.g.a. av detta är det också snabbare att köra funktioner än enskilda skript. Med hjälp av 
funktionerna kan man även förbättra läsbarheten av ett skript (Peltomäki & Linjama, 
1999, s. 68-86; Garrels, 2008). I figur 11 ser man strukturen av en funktion. 
 While-loop   For-loop 
for [ villkor ] 
do 
 fraser 
done 
 
while [ villkor ] 
do 
 fraser 
done 
 
 
 
 
 
 
 
 
 
 
 Skapa en lista: 
lista = (index0 index1 index2) 
 
Skriva ut värden 
echo ${lista[0]} 
 
Ändra på värden 
lista=([2]=index0 [1]=index1 [0]=index2) 
 
Lägga till mera värden 
lista[4]=index3 
 
Figur 9. While-loop och For-loop struktur 
Figur 10. Sammanfattning av Bash-listor 
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I bilaga 2, kan man studera närmare alla ovanämnda delar. Bilagan innehåller ett Bash-
skript som kan användas som serverhanteringsprogram. Man kan med det starta, släcka 
och starta om servern. 
2.6 Säkerhetskopiering 
Säkerhetskopiering är en viktig del av en systemadministrators uppgifter och minskar 
risken att allt data förloras om hårdvaran går sönder. Inom Linux finns det rätt så många 
enkla och effektiva sätt att skapa snabbt fungerande säkerhetskopieringar, både manuellt 
och automatiskt.  
2.6.1 Rsync 
I detta arbete beskrivs användning av rsync-säkerhetskopieringstjänsten (det finns också 
en grafisk version av denna tjänst, som heter grsync). Denna tjänst har många fördelar, 
bl.a. att den är snabb, klarar av att kopiera över nätet, kan automatiseras och möjliggör 
inkrementell kopiering av data. Verktyget rsync kan enkelt installeras via kommando-
tolken med kommandot "apt-get install rsync" (Koski & Kajala, 2005, s. 570-571; 
rsync.samba.org, 2014).  
2.6.2 Intern- och extern säkerhetskopiering 
För att skapa en lokal säkerhetskopia kan man ange följande kommando "rsync -av --
delete /katalog1 /katalog2". Detta gör att den synkroniserar innehållet i katalog2 med 
innehållet i katalog1. I kommandot har man gett flera olika flaggor varav flaggan "-a" 
beskriver åt rsync-tjänsten att man skall arkivera filerna, "-v" ger ett sammandrag av 
filerna som har kopierats som utskrift och "delete" flaggan raderar alla filer som redan 
funktionens_namn() 
{ 
      fraser 
} 
 
Figur 11. Struktur av funktioner i 
Bash 
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finns i katalogen. Extern säkerhetskopiering påminner mycket om lokal, "rsync -av --
delete /katalog1 användare@ip:/katalog2". För att kunna köra de externa komman-
dona måste man ha installerat SSH-klienten på maskinen varifrån man gör säkerhetsko-
pian samt server-sidan måste ha blivit konfigurerad att godkänna SSH-kontakt. I den 
andra delen av kommandot beskriver man bara användarkontots namn, IP och katalog 
vart man vill spara informationen. Kapitel 4.1 behandlar mera SSH och hur konfigurat-
ionen görs (Koski & Kajala, 2005, s. 570-571; rsync.samba.org, 2014).  
 
2.6.3 Automatisering av säkerhetskopiering 
För att göra säkerhetskopieringen smidigare kan man automatisera det lätt med att an-
vända verktyget Crontab. I Crontab kan man definiera när kopieringen skall köras, t.ex. 
en gång i dygnet. Man öppnar konfigurationsfilen för Crontab med att skriva i kom-
mandotolken "crontab -e". För att t.ex. få servern att köra säkerhetskopiering av använ-
darnas "home" katalog varje natt klockan fyra, kan man skriva in i "crontab" följande, 
"00 04 * * *  sudo rsync -av --progress --delete /home /media/Backup". Förutom den 
dagliga säkerhetskopian kan man ta en gång i veckan en kopia av det nuvarande läget, 
som möjliggör återgång till äldre lägen av systemet på senare tidpunkter. Detta kan man 
göra med följande kommando, "tar czvf  /media/Backup/Old_backup/home_$(date 
+%Y%m%d).tar.gz -C /media/Backup .". Med hjälp av "tar" och "gzip" komprime-
rar man filerna och katalogerna och på så vis sparar man utrymme. Dessutom namnges 
alla veckokopior med datum när de har blivit skapade(Koski & Kajala, 2005, s. 509-
515, 570-571; rsync.samba.org, 2014).  
2.7 Filstruktur 
Filstrukturen i Linux är ett hierarkiskt filträd. De vanligaste kringutrustningar delas i två 
olika kategorier, som är blockenhet och teckenenhet. På blockenheten lagras det oftast 
stora mängder av data. Vanligtvis fungerar skivor som blockenhet, t.ex. hård- och DVD-
skivor medan teckenenheten omfattar sedan största delen av enheterna. Från dessa en-
heter läses eller sparas det inte mycket data. För att förenkla dokumenterings-, under-
hålls- och utvecklingsarbetet har man standardiserat denna filstruktur, som går med 
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namnet "Filesystem Hierarchy Standard" (FHS 2.0). Alla Linux-distributioner följer 
denna standard. Detta underlättar också inlärningen av andra Linux-distributioner ef-
tersom filstrukturerna liknar varandra. I tabell 3 kan man se hur Linux huvudsakliga fil-
struktur är uppbyggd (Peltomäki & Linjama, 1999, s.36-41; Kuutti & Rantala, 2007, s. 
110-111). 
Tabell 3. Linux filstruktur 
Katalog Beskrivning av kataloget 
/ Systemets rot, nedersta platsen i filträdet 
/bin Programvara som är nödvändigt för att starta Linux i en användares läge.  
Dessutom innehåller det bas kommandon (nano, ls, cd etc.) som är nödvändiga. 
/boot Filer som används under startning av systemet.  
/dev Alla enhetfiler såsom printrar, skivor och dvd-stationer befinner här. 
/etc Lokala konfigueringsfiler för installerade tjänster på systemet 
/home Användarens hemkatalog.  
Var användaren kan spara personliga filer och inställningar. 
/lib Programbibliotek för system startning 
/media Anslutningsplats för media som anslutas för längre tid,  
t.ex. hårdskivor och DVD-station 
/mnt Anslutningsplats för tillfällig media som usb-minnen.  
/opt Valfria programvarupaket och tjänster. 
/proc En virtuel filsystem som innehåller  
och delar information av Linux-kärnan till processer. 
/root Root-användarens hemkatalog. 
/run Innehåller information av tjänster och program som är igång. 
/sbin Nödvändiga program som systemet kräver under omstart av maskin. 
/tmp Tillfälligafiler, vart programmen kan spara tillfällig information. 
/usr Användar hierarkin, innehåller största delen av multianvändar-program och filer. 
/var Information som ändras mycket under använding av systemet. 
Såsom log- och e-postfiler.  
2.8  Rättigheter 
I Linux har varje fil och katalog en ägare med vissa rättigheter. Dessa rättigheter är spe-
cifika just för denna fil eller katalog. Med andra ord i Linux ärver filer och kataloger 
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inte rättigheter automatiskt neråt i filhierarkin. Ägaren för filer och kataloger är indelad 
i tre olika nivåer, som är användaren (user), bestämd grupp (group) och andra (other). 
Man kan byta ägaren och gruppen av en fil med kommandot "chown {använ-
dare:grupp} fil-namnet", med andra ord om man vill att filen "dokument" ägs av an-
vändaren ”niklas” och gruppen "studenter", så skriver man in i terminalen "chown 
niklas:studenter dokument". Det är också bra att beakta att den som skapar en ny fil, 
blir automatiskt ägaren i både användar och grupp sidan av filen. Rättigheterna för alla 
dessa ägarnivåer kan definieras med tre olika element, dessa är läs (read), skriv (write) 
och exekvera (execute). Med dessa kan man skapa flera kombinationer men de är ändå 
lätta att uppfatta. Läsrättighet berättigar att läsa en fil eller se innehållet av en katalog. 
Skrivrättighet berättigar att modifiera filer, som filinnehållet och filnamnet. Om en an-
vändare har skrivrättighet till en specifik katalog kan den användaren även skapa nya 
kataloger eller filer samt radera kataloger och filer i den specifika katalogen. Med exe-
kveringsrätt kan man köra filer som är körbara såsom skript. När det gäller kataloger 
berättigar exekveringsrätt till att öppna och “gå in i” katalogen. I tabell 4 ser man en 
sammanfattning av dessa tre rättigheter som finns i Linux.  
Tabell 4. Linux rättigheter 
  
Man kan byta dessa rättigheter med kommandot "chmod {nivå}{+|-|=} {rättigheterna} 
fil-namnet". Med första parameter “nivå” definierar man om man vill modifiera rättig-
heter för användaren, gruppen eller övriga Den andra parametern definierar om man vill 
lägga till (+), ta bort (-) eller tilldela nya rättigheter (=) för filen. Sedan ger man en 
kombination rättigheter, d.v.s. (r) läs-, (w) skriv-, (x) exekveringsrättigheter. Till sist 
definierar man filnamnet som skall få de nya rättigheterna. Som exempel om man vill 
ändra att alla användare skall ha fulla rättigheter till filen "dokument" så skriver man i 
terminalen kommandot "chmod u=rwx,g=rwx,o=rwx dokument" (Kuutti & Rantala, 
2007, s. 104-108; Koski & Kajala, 2005, s. 147-153).  
Rättighet Tillämpad på filer Tillämpad på kataloger 
Läs (Read, r) Rättighet att läsa filer. Rättighet att se filer i katalogen. 
Skriv (Write, w) Rättighet att modifiera filer, 
som filinnehållet och filnamnet. 
Skapa och radera filer och katalo-
ger. 
Exekvering (Exe-
cute, x) 
Rättighet att köra filer som är 
körbara. 
Ha rättighet att komma in i katalo-
gen 
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3 GRUNDTJÄNSTER PÅ LINUX SERVER  
Man kan använda en Linux-server till många olika ändamål, men detta kapitel kommer 
att ha fokus på LAMP (Linux, Apache, MySQL, PHP). LAMP har här valts, eftersom 
det är stabilt och bygger på öppen källkod. Fokusen kommer att ligga på installationen 
och konfigurationen av dessa tjänster, så att säkerheten beaktas under konfigurations-
processen. Det kommer också att presenteras verktyg som underlättar använding av 
dessa tjänster.   
3.1 Apache 
Apache är ett HTTP-serverprogram som går under GPL-licensen och är utvecklat av 
Apache Software Foundation. För tillfället använder ungefär 40 % av webbtjänster i 
världen sig av Apache (netcraft, 2014). Apache har många goda egenskaper såsom flex-
ibilitet, stabilitet, snabbhet, implementering av egna moduler, stöder nyaste protokollen 
(en överenskommelse hur sakerna skall fungera) och är under konstant utveckling som 
garanterar att alla säkerhetsrisker blir korrigerade snabbt. 
 
Apache använder sig av "fork" teknik, som betyder att alla förfrågningar som servern 
får delar moderprocessen av Apache till barnprocesser (det finns oftast någon barnpro-
cess färdigt i gång). Dessa barnprocesser är exakta kopior av moderprocssen och lever 
så länge som de är i använding. Med detta sätt svarar servern på förfrågningar snabbt 
och kan tjäna flera användare samtidigt (Peltomäki & Linjama, 1999, s.239). 
3.1.1 Installation och baskonfigurationer 
För att kunna installera nyaste Apache version och alla nödvändiga paket behövs det 
bara ett kommando "apt-get install apache2". Efter att Apache-programmet installerats 
klart kan man kontrollera att installationen lyckats genom att öppna en webbläsare och 
skriva in adressen "localhost". Om du ser sidan "It works" har Apache installationen 
lyckats och servern är igång. Apaches standardinställningar fungerar bra för att upprätt-
hålla egna hemsidor men det finns också möjlighet att konfigurera servern att använda 
olika moduler och köra flera ”virtual hosts”. Med olika moduler kan man utöka 
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Apache-servern egenskaper och funktioner som SSL-autentikering (Secure Sockets 
Layer) som behandlas senare i detta kapitel och PHP-stöd (PHP: Hypertext Preprocess-
or) som tas upp i kapitel 3.3. Egenskapen "virtual host" kan man använda för att köra 
flera webbsidor på en och samma Apache-server. Detta i sig betyder att med hjälp av en 
"virtual host" kan man ha flera webbsidor med olika IP-adresser eller namn, fastän de 
finns på en och samma fysiska server. Slutanvändaren märker ingen skillnad ifall man 
kör flera webbsidor på en och samma server. I katalogen "/etc/apache2" hittar man filer 
som definierar hur webbservern fungerar. Följande punkter förklarar noggrannare dessa 
filer. 
 apache2.conf: Huvudkonfigurationsfil, alla allmänna inställningar hittas under 
denna fil. 
 conf.d: Innehåller tilläggskonfigurationsfiler. 
 envvars: Fil för globala variabler, såsom "PATH" och "$HOME". 
 httpd.conf: Plats för kompletterande inställningar som inte finns med i 
apache2.conf filen. 
 mods-available: Katalog som innehåller alla moduler som är installerade på 
servern. 
 mods-enabled: Alla moduler som är i användning på Apache2-servern. 
 ports.conf: Bestämmer vilket port (portar möjliggör samtidig data överförning 
till flera olika program och tjänster i nätverket) Apache2 lyssnar på, vanligtvis är 
det port 80. 
 sites-available: Katalog var alla inställningar "Virtual Hosts" befinner sig, med 
dessa kan man konfigurera att flera sidor har specifika inställningar. 
 sites-enabled: Katalog som innehåller alla "Virtual Hosts" som är i använding.  
Modulerna kan man ta i använding med kommando "a2enmod [modul namn]" och 
bort får man dessa moduler sedan med kommando "a2dismod [modul namn]". När 
man vill aktivera dessa "Virtual Hosts" inställningar, kan man göra det med komman-
dot "a2ensite [inställning]". För att ta bort inställningar från använding lyckas det med 
kommando "a2disste [inställning]". För att föregående ändringar skall komma i kraft 
måste man ännu starta om Apache2-servern. Detta lyckas med kommandot 
 28 
 
"/etc/init.d/apache2 restart" eller "service apache2 reload" (van Vugt, 2008, s. 313-
324; digitalocean.com, 2013). 
3.1.2 SSL-skyddade webbsidor 
SSL (Secure Sockets Layer) är ett protokoll som används för att kryptera innehållet av 
datatrafiken som överförs på nätet. SSL-teknik används ofta på nätsidor. Sidor som har 
SSL-teknik i bruk har "https" på adressen var bokstaven "s" beskriver att kryptering är i 
använding. För att kunna sätta upp en SSL-skyddad webbsida behöver servern ett certi-
fikat. För att ta i bruk certifikatet skall det signeras av en CA (Certificate Authority), 
antingen av en extern certifieringsauktoritet (t.ex. Verisign) som äger en privat nyckel 
eller så kan man skapa en egen CA som fungerar som en certifieringsauktoritet (t.ex. 
Arcada kan fungera som en certifieringsauktoritet). 
 
Som följande presenterar jag ett exempel hur man kan sätta upp en SSL-skyddad webb-
sida med ett färdigt servercertifikat. Det första steget är att aktivera SSL-modulen, det 
lyckas med kommandot "a2enmod ssl". Sedan behövs det skapas en katalog för webb-
serverns certifikat med kommando "mkdir /etc/apache2/ssl", det färdiga servercertifi-
katet sparas i denna katalog. Sedan konfigureras "Virtual Hosts" filen att använda por-
ten 443, det går till med kommando "nano /etc/apache2/sites-available/default-ssl".  
 
Figur 12. Aktivering av SSL-modulen 
I denna fil tillägger man "ServerName [ip-address eller dns-namn]:443". Förutom det 
måste man säkerställa att "SSLEngine" är på och att "SSLCertificateFile" och 
"SSLCertificateKeyFile" hänvisar till den katalog vart vi har sparat certifikatet, d.v.s. 
"/etc/apache2/ssl/". Efter detta måste vi bara enablera sidan och starta om servern med 
följande kommandon "a2ensite default-ssl" och "service apache2 reload". 
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Figur 13. Konfiguering av SSL-modulen 
 
Figur 14. Konfiguering av SSL forts. 
Man kan också styra all kommunikation att använda HTTPS-protokollet genom att kon-
figurera "Virtuel Hosts" filen som hanterar alla port 80 förfrågningar. Det lyckas ge-
nom "nano /etc/apache2/sites-enabled/000-default", där behövs det endast lägga till 
raden "ServerName [IP eller DNS]" och "Redirect permanent / https://[IP eller 
DNS]" (apache.org, 2013; help.ubuntu.com, 2013).  
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Figur 15. Tvinga användaren att använda HTTPS 
 
3.2 MySQL 
MySQL är en databashanterare som är ursprungligen utvecklad av finländaren Michael 
Widenius och svensken David Axmark. Nuförtiden äger Oracle Corporation rättigheter-
na till MySQL. Det finns två olika versioner av programmet, ena som hör under GPL-
licensen och den andra som är kommersiell. MySQL är en mycket populär databashan-
terare, år 2008 hade den 50 % marknadsandel (mysql.com, 2008). Större företag såsom 
Facebook och Adobe använder MySQL som deras databashanteringsprogram. Detta 
därför att MySQL erbjuder många goda egenskaper, bl.a. är det ett mycket snabb, flexi-
belt och kraftigt databashanteringsprogram (mysql.com, 2014; Negus, 2010, s. 424).  
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3.2.1 Installation och konfiguration 
Man kan installera MySQL med följande kommando "apt-get install mysql-server". 
Under installationsprocessen kommer det att efterfrågas lösenord för huvudanvändaren i 
MySQL. Man kan starta MySQL-tjänsten med kommandot "service mysql restart". 
För utöver det kan man ännu säkerställa att MySQL startas också i samband med att 
server datorn startas med kommando "/usr/sbin/update-rc.d mysql defaults".  
 
För att kunna börja hantera databaser behövs det inte göras några modifikationer i kon-
figurationsfilerna. Förutom att med några enkla ändringar kan man öka säkerheten, man 
kan bl.a. byta port-nummer till något annat samt ändra "bind-address" värdet till 
"localhost" för att hindra tillgång till MySQL-tjänsten utifrån. Man hittar huvudkonfi-
gurationsfilen i katalogen "/etc/mysql/" och modifiering lyckas med följande kom-
mando "nano /etc/mysql/my.cnf". Därtill är det rekommenderat att köra följande verk-
tyg ”mysql_secure_installation". Med hjälp av detta verktyg kan man enkelt begränsa 
tillgång till root-konto utifrån (man kan åstadkomma mycket skada med root-rättigheter, 
t.ex. radera alla tabeller i databasen) och raderar testdatabas och testanvändaren. Säker-
hetskopiering av databaser lyckas lätt med "mysqldump", kommandot är "mysqldump 
-u root -p demodb > dbbackup.sql". Detta kopierar "demodb" tabellen till en 
"dbbackup.sql" fil (van Vugt, 2008, s.325-326; rackspace.com, 2012). 
 
För att underlätta databashantering kan man använda sig av programmet phpMyAdmin. 
Detta program är ett webbaserat verktyg som underlättar hantering av databaser på ser-
vern. Programmet kräver att följande program är installerat och konfigurerat rätt: 
Apache, PHP och PHP MySQL. Därefter är det bara att installera det med kommandot 
"apt-get install phpmyadmin". Dessutom måste man ännu konfigurera Apache att an-
vända det med kommandto "ln -s /etc/phpmyadmin/apache.conf 
/etc/apache2/conf.d/phpmyadmin.conf". Nu kan man sedan logga in till verktyget via 
sidan "http://localhost/phpmyadmin" (help.ubuntu.com, 2014). 
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3.3 PHP 
PHP (PHP: Hypertext Preprocessor) är ett skriptspråk som fungerar på serversidan. Un-
gefär 80 % av all webbutveckling som görs på serversidan använder PHP som pro-
grammeringsspråk (w3techs.com, 2014). PHP går mycket enkelt och smidigt att inte-
grera i HTML-sidor. Dessutom fungerar PHP utmärkt ihop med MySQL, både när man 
söker och lägger till data från databasen (Negus, 2010, s. 425-427).  
3.3.1 Installation och konfiguration 
Installationen av PHP lyckas med kommandot "libapache2-mod-php5". Detta installe-
rar en PHP5-modul i Apache2-server som man kan ta i bruk med kommandot 
"a2enmod php5". För att säkerställa att installationen av modulen har lyckats, kan man 
göra en textfil som innehåller raden "<?php phpinfo(); ?>" som sedan sparas till 
"/etc/www". Efter det när man öppnar "http://localhost/test.php"-sidan i webbläsaren 
borde man se PHP-serverns inställningar. Det är också rekommenderat att använda 
"php.ini-development" när det gäller utveckling av sidan. Med dessa konfigurationer 
får man mera information av fel och buggar som sidan kan innehålla. Man får dessa 
konfigurationer i bruk med kommandot "cp /usr/share/doc/php5-
common/examples/php.ini-development /etc/php5/apache/php.ini", men det är re-
kommenderat att ta en säkerhetskopia av de ursprungliga konfigurationerna med kom-
mandot "cp /etc/php5/apache/php.ini /etc/php5/apache/php.ini_backup" (van Vugt, 
2008, s. 324-325). 
4 ANDRA TJÄNSTER OCH PROGRAMVARA  
I detta kapitel presenteras det tjänster och programvara med vilka man kan öka säker-
heten med distansanvänding samt fildelning både i interna- och externa nät. Dessutom 
behandlas det hur man bygger upp en egen wiki-sida och presenteras bas funktionalitet 
såsom skapa och radera sidor.  
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4.1  FTP 
FTP (File Transfer Protocol) är ett protokoll för filöverförning mellan olika system. FTP 
fungerar enligt klient server modellen, d.v.s. man behöver ha en server som lyssnar på 
inkommande förfrågningar och en klient som i sig sedan skickar dessa förfrågningar. 
Servern klarar av att hantera flera klienter samtidigt. När man sätter upp FTP-tjänsten 
kan man välja behöver man identifiera sig till servern eller att det fungerar utan autenti-
sering. Nackdelar med vanlig FTP är att informationen och trafiken inte är krypterad 
som t.ex. i SFTP (Peltomäki & Linjama, 1999, s. 209-214; help.ubuntu.com, 2013) 
 
För att installera FTP-tjänsten räcker det bara att skriva kommandot "apt-get install 
vsftpd". Installationen skapar automatisk katalogen "/srv/ftp". Konfigurationsfilen hit-
tar man under "/etc/vsftpd.conf", i denna fil kan man konfigurera FTP-tjänsten att fun-
gera utan autentisering genom att aktivera "anonymous_enable = YES"-parametern. 
Efter detta har alla möjlighet att komma åt filerna under katalogen "/srv/ftp". För att 
klienten skall kunna ladda upp filer till servern måste man aktivera 
"anon_upload_enable=YES"-parametern. Om man väljer att skapa en FTP-tjänst som 
stöder autentisering av användaren kräver det att aktivera "write_enable = YES"-
parametern. Detta ger möjlighet för klienten att skriva och radera filer från FTP-servern. 
Det är också rekommenderat att isolera klienterna i egna hemkataloger för att minimera 
säkerhetsrisker som användaren kan orsaka, t.ex. de kan i misstag ladda ner filer som 
kan skada servern eller komma åt filer som har sämre säkerhetsnivå. Isolering av klien-
ter till hemkatalogen lyckas med att aktivera "chroot_local_user=YES"-parametern i 
konfigurationsfilen. Dessutom kan man isolera specifika användare att använda bara 
hemkatalogen genom att aktivera "chroot_list_enable=YES" och skapa en lista med 
klienternas användarnamn. Efter att man är färdig med konfigurationer behöver man 
bara starta om FTP-tjänsten med kommando "service vsftpd restart" 
(vsftpd.beasts.org,2009; help.ubuntu.com, 2013). 
4.2  SSH 
SSH (Secure Shell) är ett protokoll som är utvecklat för att kryptera datatrafiken mellan 
en klient och en server. Man använder SSH huvudsakligen för att ta distanskontakt med 
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servern och eftersom datatrafiken är krypterad kan man säkerställa integritet av inform-
ationen. SSH-server identifierar användaren med hjälp av användarnamn och lösenord. 
Det är också möjligt att skapa nyckelpar, som är mera säkra och svårare att bryta för en 
tredje part. För att ta i bruk SSH kan man installera OpenSSH-programmet, som i sig 
innehåller tre olika verktyg. Dessa verktyg är SSH, SCP (Secure copy) och SFTP 
(Secure File Transfer Protocol) som behandlas närmare i avsnittet om "4.1.2 Använding 
av OpenSSH-verktygen" (van Vugt, 2008, s. 243).  
4.2.1 Installation och konfiguration 
Installering av SSH-klienten lyckas med kommandot "apt-get install openssh-client" 
medan SSH-server installeras med kommandot "apt-get install openssh-server". Kon-
figurationsfiler för både SSH klient- och server hittar man i "/etc/ssh/" katalogen. SSH-
klientens konfigurationsfil heter "ssh_config" och serverns "sshd_config". Nedan finns 
det presenterat konfigurationer med vilka kan man kan höja säkerheten på servern: 
 Port, definierar vilken port ssh skall använda. Standardinställning är 22, för att 
öka säkerheten rekommenderas det byta till något annat.  
 Protocol, bestämmer vilken protokollversion (1 eller 2) som används. Det är re-
kommenderat att använda bara protokoll 2 eftersom det är säkrare.  
 PasswordAuthentication, definierar om man kan autentisera sig med lösenord. 
Rekommenderas att byta värdet till "no" om man använder nycklar för att logga 
in på server eftersom det är mera pålitligt. 
 AllowUsers / AllowGroups, bestämmer vilka användare och grupper som tillåts 
logga in på server. Det finns också "DenyUsers" och "DenyGroups", som defi-
nierar vilka användare och grupper som inte tillåts logga in på servern. 
 LogLevel, bestämmer detaljnivån på logginformationen. Vanlig värde är "info" 
men om man misstänker intrångsförsök till servern kan man använda "verbose" 
värdet som ger mera detaljinformation om inloggningsförsök på servern. 
 PermitRootLogin, definierar om root-användaren kan logga in på servern. 
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Förutom dessa parametrar finns det flera inställningar med vilka man kan styra hur 
SSH-förbindelser kan användas (van Vugt, 2008, s. 247, help.ubuntu.com, 2014, 
openssh.com, 2014).  
4.2.2 Använding av OpenSSH-verktygen 
SSH är det huvudsakliga verktyget i OpenSSH-paketet. Man använder SSH för att 
skapa en säker förbindelse till en server genom att skriva i kommandtolken "ssh -l [an-
vändarnamn] [ip-adress]". När klienten första gången tar kontakt med servern, skapar 
servern en så kallad värdnyckel (host-key) som baserar sig på serverns privata nyckel. 
Denna värdnyckel används för att identifiera servern för klienten. Sedan skickar servern 
publika nyckeln till klienten. Användaren måste ännu godkänna att man litar på att ser-
vern är den rätta. I figur 12 ser man hur första inloggningen ser ut. Om användaren litar 
på att server är den rätta så flyttas den till en lista på betrodda servrar. Efter detta kan 
man kontakta servern med hjälp av användarnamn och lösenord eller sedan använda 
privata och publika nycklar.  
 
Dessa nycklar kan man skapa med hjälp av "ssh-keygen" programmet. Med kommando  
 
Med "ssh-keygen -t dsa" skapar man privata och publika nyckelpar som använder sig 
av dsa-kryptering. Nyckelparet sparas automatiskt under katalogen "~ssh/", var man hit-
tar sedan den publika (id_dsa.pub) och privata nyckeln (id_dsa). Sedan kopieras den 
publika nyckeln till servern med kommando "scp ~/.ssh/id_dsa.pub [användar-
namn]@[ip-adress]". Därefter tar man kontakt till servern med kommando "ssh [an-
vändarnamn]@[ip-adress]" och flyttar publika nyckeln till rätt katalog med kom-
mando "cat id_dsa.pub >> .ssh/authorized_keys". Efter detta kan man logga in på 
server genom att använda nyckelparet vid identifiering. 
 
niklas@notrealhost:~$ ssh realhost.fi 
The authenticity of host realhost.fi (90.34.12.70)' can't be established. 
ECDSA key fingerprint is fe:f3:29:3e:2e:2f:df:2c:e1:36:81:1b:cd:b3:c6:54. 
Are you sure you want to continue connecting (yes/no)? yes 
Warning: Permanently added realhost.fi, 90.34.12.70' (ECDSA) to the list of know n hosts. 
 
Figur 16. Första inloggning på en SSH-server 
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SCP är ett verktyg för att kopiera filer över nätet säkert. Det fungerar likadant som "cp" 
kommandot förutom att man måste tillägga server och fullständiga sökstigen till de filer 
som skall kopieras. SCP-kommandot kan se ut så här "scp [stigen varifrån filen som 
kopieras] [användarnamn]@[ip-adress]:[stigen vart filen kopieras]". Om man vill 
t.ex. kopiera en bild från en lokal katalog till katalogen "/home/niklas/Pictures" på en 
annan dator på internet ser kommandot ut så här "scp media/backup/bild1.jpeg 
niklas@niklas-server.fi:/home/niklas/Pictures/bild1.jpeg". 
 
SFTP fungerar och innehåller samma verktyg som FTP, förutom att filöverföringen 
krypteras med SSH. Man kan öppna en SFTP-session med kommandot "sftp [använ-
darnamn] [ip-adress]". För att kunna kopiera en fil måste man använda kommandot 
"get". Denna fil kopieras i den katalog var man befinner sig på lokala maskinen. Om vi 
vill t.ex. kopiera filen "test.txt" och spara den med namnet "exempel.txt" så lyckas det 
med kommandot "get test.txt exempel.txt". (van Vugt, 2008, s. 244-245; openssh.com, 
2014).  
4.3  DLNA 
DLNA (Digital Living Network Alliance) är en standard som är skapad för att försäkra 
och underlätta kommunikationen mellan mediaenheter, bl.a. att olika mediaenheter fun-
gerar tillsammans fast tillverkaren inte är samma. Mellan mediaenheter som stöder 
DLNA är det möjligt att dela media såsom video, bilder och musik. Företagen som vill 
att deras produkter skall få DLNA-certifikat måste följa de krav som standarden kräver, 
med detta kan man säkerställa att kommunikationen mellan mediaprodukter fungerar 
enkelt och smidigt. För tillfället finns det över 230 varumärken som har DLNA-
certifikat (dlna.org, hometheater.about.com).  
 
Som följande behandlas en programvara med vilken man kan omforma Ubuntu-servern 
att fungera som en DLNA-kompatibel media server, d.v.s. Ubuntu-servern kommer in-
nehålla media (video, bild, musik) som den sedan delar över lokala nätet (Local Area 
Network) till DLNA-kompatibla mottagarenheter som TV och telefon. Programet som 
kommer att behandlas heter MiniDLNA. Till MiniDLNA goda egenskaper kan man 
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räkna att den inte kräver mycket prestanda av servern och är snabb på att gå igenom de-
lade filer. 
 
Installationen av MiniDLNA lyckas med kommandot "apt-get install minidlna". Efter 
installationen krävs konfiguration av tjänsten. Konfigurationsfiler hittar man i 
"/etc/minidlna.conf". I denna fil är de viktigaste konfigurationerna följande: 
 port=[port], definierar vilket port skall användas för trafiken. 
 network_interface=[nätverkskort], definierar vilket nätverkskort skall använ-
das. 
 media_dir=[typ],[stigen], definierar hurdant media (video, bild, musik) och i 
vilken katalog denna media befinner sig, t.ex.:  
 media_dir=V,/media/Video, [V] definierar typen (video) och                                                              
[/media/Video] definierar stigen till katalogen som delar videon. 
 media_dir=P,/media/Picture, [P] definierar typen (bilder) och                                                              
[/media/Picture] definierar stigen till katalogen som delar bilderna. 
 media_dir=A,/media/Audio, [A] definierar typen (musik) och                                                              
[/media/Audio] definierar stigen till katalogen som delar musiken. 
 friendly_name=[namn], definierar namnet på klienter som använder tjänsten 
 db_dir=[stigen], definierar vart databasen sparas 
 log_dir=[stigen], definierar vart loggarna sparas 
 inotify=[yes/no], skall tjänsten bli notifierad av nya filer, om värdet är "no" så 
tar tjänsten mindre resurser men uppdaterar inte innehållet av media 
Om man exempelvis vill dela egen media (video, bilder och musik) filer på Ubuntu-
servern som befinner sig i katalogen "/media" behöver man endast hänvisa till dessa 
kataloger i "minidlna.conf"-filen. Själva konfigurationsfilen skulle se ut som följande: 
 media_dir=A,/media/Music,  
 media_dir=P,/media/Pictures 
 media_dir=V,/media/Videos 
 friendly_name=Ubuntu-DLNA  
 network_interface=eth0 
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 port=8200 
 db_dir=/var/cache/minidlna 
 log_dir=/var/log 
 inotify=yes 
Sedan med kommando "service minidlna restart", startar man om tjänsten och säker-
ställer att nya konfigureringar kommer i kraft. För att kunna bygga upp media databasen 
behöver man ännu köra kommandot "service minidlna force-reload", som uppdaterar 
innehållet av katalogen till MiniDLNA tjänsten. Efter dessa steg fungerar Ubuntu-
servern som DLNA-kompatibel media server (help.ubuntu.com, 2014). 
4.4  SAMBA 
Samba är en programvara som möjliggör tillgång till filer i samma lokala nätverk mel-
lan Linux och Windows maskiner. Samba åstadkommer denna kommunikation med 
hjälp av att använda samma fildelningsprotkol som det finns i använding i Windows-
klienter. (Peltomäki & Linjama, 1999, s. 224) Oftast använder man sig av Linux som en 
fildelningsserver eftersom den är kostnadsfri, d.v.s. inga licenskostnader eller andra be-
gränsningar (Kuutti & Rantala, 2007, s. 302). Med Samba-server kan man välja vilka 
kataloger man vill dela, dessutom går det att definiera vilka användare och grupper har 
tillgång till de delade katalogerna. 
  
Installationen av Samba lyckas med kommandot "apt-get install samba" och själva 
konfigurationsfilen hittas från "/etc/samba/smb.conf". I denna fil kan man göra alla in-
ställningar. Filen är indelad färdigt i tre olika sektioner, global-, homes- och printers- 
sektioner. För att Windows-maskinerna skall hitta Samba-servern behöver man ändra 
inställningar under global-sektionen. Under denna sektion måste man definiera i vilken 
"workgroup" Samba-servern skall fungera i, standardvärdet i Windows-miljön är 
"WORKGROUP". Dessutom kan man ännu namnge "netbios"-namnet på Samba-
servern, d.v.s. värdnamn som Windows arbetsstationer kan använda att kontakta Samba-
servern. Förutom det kan man öka säkerheten på Samba-servern genom att aktivera 
"security" värdet i inställningar, detta gör att alla användare behöver ha ett användar-
konto på Linux-servern att komma åt filen. Om man vill så kan man under homes-
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sektionen definiera hur delning av Linux användarens hemkataloger görs. I figuren 13 
har man definierat hemkatalogen så att endast legitima användare kommer åt den med 
parametern "valid users = %S", varav "%S" utreder användarnamnet samt att använda-
ren har skrivrättigheter till sin egen katalog 
 
 
 
 
För att användaren skall komma åt egna hemkataloger måste man ännu skapa Samba-
lösenord åt dem, eftersom att Samba får bara användarnamnen av Linux-systemet men 
kan inte hantera Linux lösenorden. Därför måste man skapa användarlösenord med 
kommandot "smbpasswd [användare]".  
 
Förutom delning av hemkatalogen kan man dela andra kataloger med hjälp av Samba 
till Windows-användaren. Samba fungerar utmärkt som en NFS-server, d.v.s. fildel-
ningssystem. Delning av andra kataloger byggs upp likadant som hemkatalogen-
delningen med undantag att man måste beakta mera rättigheter. Om man vill t.ex. skapa 
en katalog som alla har tillgång till och möjlighet att spara filer i kan det se ut som i fi-
gur 14. 
 
[homes] 
    comment = Home Directory 
    browseable = No 
    writeable = Yes 
    valid users = %S 
Figur 17. Inställningar på Samba-hemkatalog 
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Man börjar genom att skapa en egen sektion som man sedan namnger. I exempelet ovan 
är det "[ubuntushare]". Efter det har man skrivit en kommentar som beskriver katalo-
gen för användaren samt definierat vilken katalog är det fråga om med "path" parame-
tern. Andra viktiga parametrar i exempelet är "create mask" och "directory mask" som 
definierar att alla filer som skapas inom katalogen ger fullständiga rättigheter till alla 
användare. Dessutom har man också definierat med parametrarna "force create" och 
"force directory" att katalogernas och filernas ägare ändras till "nobody". Efter att man 
har gjort alla konfigureringar på "smb.conf" är det rekommenderat att köra "testpram" 
kommandot som kollar att syntaxen är rätt i "smb.conf" filen. Därefter om inga fel hitt-
tas måste man bara starta om Samba-server för att inställningarna skall komma i kraft, 
vilket lyckas med kommandot "/etc/init.d/samba restart" (Kuutti & Rantala, 2007, s. 
302-304; Peltomäki & Linjama, 1999, s. 232-238; van Vugt, 2008, s. 299-304).  
  
Om man har konfiguerat Samba-servern rätt, så borde man se den under "Networks"-
katalogen på en Windows-maskin. Dessutom kan man söka upp Samba-servern i samma 
lokalanät genom att skriva "\\[ip-adress / värdnamn]" i "My Computer". I figur 15 ser 
man Samba-servern med värdnamn "KLMTSKG-UBUNTU" på vilken man har delat 
hemkatalogen av användaren samt en annan katalog till vilken alla användare har 
tillgång. 
[ubuntushare] 
    comment = Ubuntu File Server Share 
    path = /srv/samba/ubuntushare 
    browsable = yes 
    guest ok = yes 
    read only = no 
    writable = yes 
    create mask = 0777 
    directory mask = 0777 
    force create = nobody 
    force directory = nobody  
 
Figur 18. Inställningar på en delat katalog 
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Figur 19. Samba-server i använding på en Windows-maskin 
4.5  VNC 
VNC (Virtual Network Computing) är ett protokoll som möjliggör grafisk distansan-
vänding av olika operativsystem över nätverken. VNC består av en klient och en server. 
På serversidan måste man ha installerat en VNC-server som möjliggör att klienter kan ta 
kontakt med servern. Det finns många program som bygger på den öppna VNC standar-
den, t.ex. RealVNC, X11vnc och UltraVNC. I detta arbete kommer man bara fokusera 
sig på TightVNC-programmet, klientprogrammet fungerar också på Windows-
maskiner. TightVNC packar ihop datan som skickas för att minimera behov av snabba 
nätförbindelser. Till detta använder det en egen standard som gör att både klienten och 
servern måste använda TightVNC. Man kan installera TightVNC-servern med kom-
mandot "apt-get install tightvncserver". Där efter måste man starta en ny session med 
kommandot "vncserver -geometry [1280x1024]" varav parametern "geometry" defini-
erar resolutionen på distansbilden. Därefter kan man öppna den grafiska distanskontak-
ten via klient programmet. Man kan stänga TightVNC-servern med kommandot 
"vncserver -kill :1".  (Kuutti & Rantala, s. 223) 
4.6  MediaWiki 
MediaWiki är en programvara med öppen källkod som är utveckalt av Wikimedia 
Foundation organisationen för att upprätthålla wiki-sidor. MediaWiki programvaran är 
utvecklad i förstahand till stora serverparker, men fungerar också fint i mindre skala, 
med enda nackdel att den kräver mera prestanda av server. MediaWiki är mycket flexi-
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bel programvara och klarar stora användarmängder, bl.a. Wikipedia-sidan använder 
MediaWiki som deras wiki-tjänst. MediaWiki är skrivet i PHP-språket och använder sig 
av en SQL-databas. Förutom det innehåller MediaWiki också mängder av färdiga till-
läggspaket och möjlighet att skapa egna, som möjliggör att man kan vidareutveckla 
wiki-tjänsten att bättre passa för egna ändamål (mediawiki.org, 2014). 
4.6.1 Installation och konfiguration av MediaWiki tjänsten 
För att ta i bruk MediaWiki på egen server, måste man ha installerat en webbserver och 
databas på servern. MediaWiki-tjänsten är utvecklad med tanke på LAMP, d.v.s. det 
fungerar utmärkt på en Linux-server till vad man har installerat Apache-webbtjänsten, 
MySQL-databasen och PHP-språket. MediaWiki-programmet kan laddas ner från 
MediaWikis hemsidor. Sedan behöver det packas upp i "/var/www/mediawiki" katalo-
gen med kommando "tar -zxf mediawiki". Konfigurationen av wiki-sidan innehåller 
följande steg:  
 Öppna sidan "http://localhost/mediawiki" 
 Välj "set up the wiki" 
 Välj vilket databas skall användas, om databasen befinner sig på samma server 
använd "localhost" värdet. 
 Namnge din wiki-sida och skapa wiki-administrator 
 Välj hurdan wiki skall skapas, 
 Open wiki, alla kan editera innehållet på wiki-sidan 
 Account creation required, för att komma åt wiki-sidan måste 
man skapa en användarprofil. 
 Authorized editors only, endast bestämda profiler har rätt att 
editera, men alla ser innehållet på wiki-sidan 
 Private wiki, endast bestämda grupper kan editera samt endast 
bestämda profiler ser innehållet på wiki-sidan 
 Fyll i kontaktuppgifter för huvudanvändaren samt användarnamn och lösenord 
 Klicka på "Install MediaWiki" 
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Sedan starta Apache-webbtjänsten på nytt med kommando "/etc/init.d/apache2 
restart" (mediawiki.org, 2014).  
4.6.2 Inblick i MediaWiki-tjänstens verktyg 
Beroende på hurdan wiki man skapade under installationsprocessen, d.v.s. öppen-wiki 
eller en wiki som kräver autentisering, påverkar det vem som kan modifiera och skapa 
nya wiki-sidor. Om man har rättighet att modifiera sidor så lyckas det enkelt via option-
en "Edit" i högra hörnet. Därefter kan man editera texten och använda färdiga verkty-
gen, såsom skapa länk mellan sidorna, ändra textformat. I figur 16. kan man se hur 
dessa verktyg modifierar utseende på texten. 
 
Figur 20. Färdiga verktyg som finns med i MediaWiki-programmet 
Man kan använda också HTML-kod för att modifiera texten. För att kunna spara änd-
ringarna är det bara välja "Save"-optionen. Nya sidor kan man skapas genom att söka 
sidan och välja "Create"-optionen, detta lyckas bara om sidan inte finns redan skapad. 
Ihopkoppling av sidor går enkelt med hjälp av färgkoden, som är följande: 
 Röd, sidan är inte skapad. För att skapa sidan behöver man bara klicka på län-
ken. 
 Blå, sidan är skapad.  
 Lila, sidan är redan skapad och du har besökt sidan redan. 
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Radering lyckas med "Remove"-optionen som finns i högra hörnet på sidan. Sidan kan 
ännu återställas men man måste komma ihåg det exakta namnet på sidan. Förutom det 
kan man flytta sidor med "Move"-optionen. För administeringsarbete finns det egen 
"Special pages"-sida, som hittas på vänstra sidan av wikin. Under denna sida finns allt 
vad huvudanvändaren kan göra, t.ex. rapport av sidor, skapande av konton, användar 
rättigheter och andra verktyg (mediawiki.org, 2014). 
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5 DISKUSSION OCH SLUTSATSER 
Målsättningen med arbetet har varit att skapa svenskspråkigt basmaterial om Linux som 
hjälper studerande i Arcada samt andra som är intresserade att sätta upp egen Linux-
server. Materialet kommer i framtiden att publiceras på en wiki-sida som både studenter 
och lärare i Arcada har tillgång till. Basmaterialet ger, förutom en introduktion till Li-
nux och olika Linux-distributioner, bl.a. en beskrivning på hur Ubuntu installeras, en 
introduktion till väsentliga saker gällande använding av Linux såsom, filhantering, 
kommandotolk och skript samt hur vanliga servertjänster installeras och konfigureras. 
 
Slutresultatet av detta examensarbete är ett svenskspråkigt stödmaterial om Linux, för 
studerande och lärare i Arcada som kan utnyttjas inom undervisningen. Det ursprung-
liga målet med examensarbetet var att producera materialet om Linux på en wiki-sida 
men p.g.a. tidsbrist har detta inte förverkligats. I stället kan basmaterialet i detta exa-
mensarbete senare användas som grund för wiki-sidan. Materialet har producerats på 
basen av litteraturstudier och erfarenheter samlade genom praktisk installation och kon-
figurering av tjänster på en Ubunt Linux-dator.  
 
Detta examensarbete har enbart fokuserat på att skapa material för wiki-sidan medan 
olika aspekter gällande exportering av material till wiki, användarrättigheter odyl. inte 
tagits i beakatande. Till framtida utveckling hör därför att undersöka hur materialet 
kunde exporteras till en wiki-sida i Arcada, skapa kopplingar mellan de olika delarna av 
materialet samt beakta olika användaroller. 
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BILAGA 1: GRUND TERMINALKOMMANDO 
Kommando Förklarning 
addgroup Skapar en grupp 
adduser Skapar en användare 
alias Skapar en alias / tillnamn 
apt-get Program för att installera programvara 
aptitude Program för att installera programvara 
cat Skriver ut filens innehåll 
cd Ändra katalogen var man befinner sig 
chgrp Ändra ägaren på gruppen 
chmod Ändra tillgång rättigheter 
chown Ändra ägaren och gruppen av filen 
clear Tömmer kommandotolken från text 
cmp Jämnför två filer 
cp Kopierar en eller flera filer 
crontab Skapa tidtabeller för att köra kommandon senare 
date Skriver ut datumen och tiden 
df Skriver ut lediga diskutrymme 
du Estimerad fil storlek 
  
 
echo Skriver ut en meddelande 
exit Stänger kommandotolken 
find Söker filer enligt en visst kriterie 
free Visar hur mycket minne är i använding 
grep Söker filer som motsvarar sök kriterier 
groups Skriver ut i vilka grupper användaren hör till 
gzip Komprimerar och dekomprimerar filer 
head Skriver ut början av filen 
history Skriver ut kommando historia 
hostname Skriver ut systemets namn 
id Skriver ut användaren och gruppens id 
ifconfig Skriver ut nätverks information 
ifdown Stänger nätverks gränssnittet 
ifup Öppnar nätverks gränssnittet 
jobs Listar aktiva arbeten 
kill Slutar processen att snurra 
killall Dödar alla processer med namnet 
less Skriver ut mindre text ut av en fil 
ln Skapar en hårdlänk mellan filer 
logname Skriver ut användar namn man är inloggat 
  
 
logout Stänger kommandotolken 
ls Skriver ut information av filer 
lsb_release -a Skriver allt information från distributionspaket 
man Hjälp manual 
mkdir Skapa en katalog 
more Skriver ut en sida åtgången av en fil 
mount Monterar en filsystem 
mv Flyttar eller namnger pånytt en fil 
netstat Skriver ut nät information 
open Öppnar filen med standardprogrammet 
passwd Modifierar användarens lösenord 
ping Skicka nätpaket över nätet 
pkill Döda en process 
pwd Skriver ut i vilket katalog man befinner för tillfälle 
rcp Kopierar filer mellan två maskiner 
reboot Startar om maskinen 
rm Raderar en fil 
rsync Synkroniserar filerna 
screen Skapar en ny terminal 
sleep Fördröjer en viss tid 
  
 
sort Sorterar text filer 
sudo Exkeverar filer med en annan användare 
tail Skriver ut sista raderna från en text fil 
tar Arkiverar filer 
top Listar ut processer som körs på systemet 
touch Ändrar filens tidstämpel 
umount  Demonterar en filsystem 
unalias Raderar alias / tillnamnet 
uname Skriver ut system information 
users Skriver ut användaren som är inloggad 
wget Hämtar en webbsida eller filer via HTTP, HTTPS eller FTP protokollen 
 
  
  
 
#!/bin/bash 
#Exempel - Computer  Management Script (cms)  
#Är en skript för hantera servern.  
#Man kan välja mellan följande alternativ: 
# -Starta servern med wake-on-lan 
# -Starta om servern 
# -Släcka servern 
#Starta skript från kommandotolken: ./cms 
     
submenu() #Undermeny   
{ 
 #Jämnför användarens val från huvudmenyn 
 if [ $option = "1" ]; then  
  echo "Workstation is starting.."; #Skriver ut information 
  wakeonlan BD:CE:A5:34:15:28 #Startar datorn som har följande MAC-adress 
  return; #Returnerar till huvudmeny   
 elif [ $option = "2" ]; then  
  echo "Workstation is restarting now.."; #Skriver ut information 
  sudo reboot #Startar server pånytt 
  return; #Returnerar till huvudmeny 
 elif [ $option = "3" ]; then 
  echo "Workstation is shutting down.."; #Skriver ut information 
  sudo shutdown -h now #Släcker servern 
  return; #Returnerar till huvudmeny   
 elif [ $option = "4" ]; then  
  echo "And returned to main menu.."; #Skriver ut information 
  return; #Returnerar till huvudmeny 
 else  
  echo "Please try again from given options only."; #Skriver ut information 
 fi 
} 
 
menu() #Huvudmeny 
{  
 
 menu_list=("Wake computer" "Restart computer" "Shutdown computer" "Exit script") #lista med val 
möjligheter 
 while true; #While-loop, som går så länge tills användaren väljer avsluta skriptet med option "3" 
 do 
  echo "Computer Management Script"; #Skriver ut information 
  for ((i=1;i<${#menu_list[@]};++i)); #For-loop, som skriver ut listans innehåll och en 
siffer framför valet 
  do 
     echo "$i ${menu_list[$i]}" #Skriver ut information 
  done 
  read option; #Läser in användarens val 
  
  if [ $option = "3" ]; then  
   echo "You have quitted from the script"; #Skriver ut information 
   exit; #Avslutar skriptet 
  elif [ $option = "1" ] || [ $option = "2" ] || [ $option = "3" ]; then 
   submenu $option;#Skickar till unermenyn användarens val 
  else  
   echo "Please try again from given options only."; #Skriver ut information 
  fi 
 done  
} 
 
menu; #Kallar på huvudmeny 
 
  
 
 
 
BILAGA 2: COMPUTER MANAGEMENT SCRIPT 
 
  
