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DESCRIPCIÓN: Este trabajo de investigación tiene como objetivo primordial 
analizar y recopilar el procedimiento básico necesario para que un auditor junior, 
que se enfrenta a la realización de una auditoria interna basada en el análisis de 
riesgos en el departamento de tecnologías de información y comunicaciones 
específicamente al centro de cómputo, pueda encontrar una guía en su realización 
apoyándose de la metodología MAGERIT 3.0 que le permite identificar riesgos en 
diferentes activos de una empresa, en este caso se evaluara el activo de las 
instalaciones. 
 
METODOLOGÍA: La línea de investigación que se utilizó en la elaboración de este 
trabajo de grado es la de Software Inteligente y Convergencia Tecnológica. La 
metodología empleada fue la de MAGERIT versión 3 que permitió generar los pasos 
necesarios para el análisis y gestión de riesgos de un activo definido para su 
investigación como fue el de la parte física de un centro de datos.    
 
PALABRAS CLAVE: RIESGOS, AUDITORIA, GUÍA, HALLAZGOS, 
METODOLOGÍA 
 
CONCLUSIONES:  
En la identificación de los pasos para realizar una auditoría interna operacional 
permitió evaluar los controles establecidos en la valoración y análisis de riesgos a 
las instalaciones de un centro de datos, donde se logró generar una matriz 
evidenciando los valores de ponderación que fueron elegidos por criterio del autor, 
basándose en el acondicionamiento de las pautas entregadas por la metodología 
Magerit 3.0 y tomando como guía base la simulación de ejemplo de un análisis de 
riesgos a las instalaciones de un centro de datos enfocado en la valoración como 
activo las instalaciones. 
  
En el desarrollo de la guía de auditoria estándar aplicable a las instalaciones de un 
centro de datos se clasifico y se dio a conocer los procedimientos de valoración de 
los riesgos que involucran el área de TIC, y que sirve como base para el 
conocimiento básico de un auditor que tiene la tarea de evaluar los controles 
establecidos para la mitigación de los riesgos y el proceso de su ejecución para 
dar un dictamen que permita cumplir con los objetivos del área evaluada.  
 
La identificación, el análisis, la evaluación y el tratamiento del riesgo, son partes 
de la auditoria estándar aplicable a los centros de datos y que son fundamentales 
para conocer los procedimientos de los riesgos en el área de TIC y de todo 
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sistema de gestión del riesgo, el cual debe realizarse de manera distribuida y 
colaborativa entre los diferentes responsables de las unidades del negocio 
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