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RESUMEN 
El objetivo de esta investigación fue determinar el nivel de ciberacoso en 
adolescentes mujeres del 2do de secundaria de la institución educativa Teresa 
González de Fanning, Jesús María - 2020. En la metodología de la investigación, 
se utilizó un enfoque cuantitativo, tipo básico, nivel descriptivo, diseño no 
experimental y de corte transversal. Para lo cual se utilizó una muestra 
conformada por 55 alumnas de dicha institución educativa, elegida por muestreo 
no probabilístico por conveniencia. La técnica utilizada fue la encuesta y como 
instrumento se utilizó el cuestionario de cibervictimización de Álvarez D., Núñez 
J., Dabarro A., creado en el año 2015, conformado por 27 preguntas divididas en 
cuatro dimensiones. Los resultados obtenidos fueron que el nivel de acoso 
cibernético que existe en las estudiantes de 2do de secundaria para el nivel bajo 
es 58,18%, para el nivel medio un 40,00% y en cuanto al nivel alto con un 1,82%. 
De esta manera se concluye que se pudo identificar que existe una vulnerabilidad 
en las alumnas por lo que se debe empezar a trabajar más en la prevención, por 
el riesgo que corren las estudiantes al verse involucradas y llegar a ser víctimas 
de ciberbullying. 




The objective of this research was to determine the level of cyberbullying in 
female adolescents of the 2nd year of secondary school of the educational 
institution Teresa Gonzalez de Fanning, Jesus Maria – 2020. In the research 
methodology, a quantitative approach was taken, basic type, descriptive level, 
non- experimental and cross- sectional design. For which a sample made up of 
55 female students from said educational institution was used, chosen by not 
probability sampling for convenience. The technique used was the survey and 
the cybervictimization questionnaire by Alvarez D., Nuñez J., Dabarro A., created 
in 2015, consisting of 27 questions divided into four dimensions, was used as an 
instrument. The results obtained were that the level of cyberbullying that exists in 
2nd year high school students for the low level is 58.18%, for the middle level 
40.00% and for the high level with 1.82%. In this way, it is concluded that it was 
posible to identify that there is a vulnerability in the female students, so it is 
necessary to start working more on prevention, due to the risk that the students 
run when they are involved and become victims of cyberbullying. 




El acoso, un tipo de violencia considerado actualmente un problema de salud 
pública, que aqueja en gran medida a los adolescentes en todo el mundo, por lo 
que la Organización Mundial de la Salud (OMS), así como el Fondo de las 
Naciones Unidas para la Infancia (UNICEF) en el año 2018, enfatizaron que el 
bullying, un tipo de acoso, es un dilema global que concierne a toda la población 
y que perjudica a uno de cada tres estudiantes entre 13 y 15 años.1
El ciberacoso o ciberbullying entre personas de la misma edad se basa en el uso 
deliberado de la tecnología por parte de algunos menores, con el fin de hostigar, 
perseguir, amedrentar, difamar, agobiar o humillar a un compañero o compañera. 
La principal característica del ciberacoso es la conducta deliberada (no 
accidental) con la que se realiza, esto se lleva a cabo a través de mecanismos 
electrónicos o digitales por personas o grupos de personas, con la intención de 
infligir daño a las víctimas.2
Según la Organización Mundial de la salud (OMS), en el año 2016, indica que 
España es uno de los países donde más se practica el ciberacoso, el cual alerta 
del riesgo de depresión y suicidio como consecuencia del llamado cyberbullying. 
La fundación ANAR (Ayuda a niños y adolescentes en riesgo) y la Fundación 
Mutua Madrileña difundieron hace poco un informe el cual difundió como 
resultado algunos datos relevantes, uno de cada cuatro casos de acoso escolar 
es ciberacoso, este resultado está en constante evolución ya que aumenta 
conforme a la edad, a partir de los 13 años se evidencia uno de cada tres casos.3
Asimismo, en dicho informe se menciona que las adolescentes sufren más este 
tipo de abuso que los adolescentes, en un 70 % para las chicas y un 30% para 
los chicos, entonces una edad media en donde se empieza a practicar este acoso 
cibernético es a los 13 años. El total de los casos de acoso que se dan mediante 
las redes sociales es un 36%. Así como también si hablamos sobre las 
plataformas más utilizadas por los acosadores, entre ellas se encuentra 
principalmente el WhatsApp con un 81%. El 71,8% sufre de hostigamiento todo 
el día y persiste por mucho tiempo.3
2 
La UNICEF en el 2019 realizó una encuesta en 30 países, en un total de 170.000 
estudiantes en el cual se evidenció que uno de cada tres jóvenes ha padecido de 
ciberacoso, y uno de cada cinco se ha ausentado de las clases escolares por este 
motivo. También exhortó sobre la amenaza que representa el ciberacoso para el 
70.6% de los jóvenes de 15 a 24 años que se encuentran conectados a las redes 
sociales en todo el mundo, y demandó nuevas medidas para prever que los niños 
y jóvenes sufran violencia virtual.4
Por otro lado, según un informe de la UNICEF para Latinoamérica y el Caribe en 
el 2018, indica que la violencia escolar involucra entre el 50 y 70% de los 
estudiantes que sufren agresión entre ellos. En el mismo contexto en un estudio 
realizado en 16 países de América Latina se recogieron datos de acoso que van 
entre 13 y 63%, dando como resultado que este problema es muy relevante. En 
conclusión, los estudios que se realizaron sustentan que uno de cada tres 
estudiantes están asociados en alguna forma de bullying y uno de cada cinco en 
ciberacoso.5
Las tecnologías que van de la mano con aquellas aplicaciones de mensajería 
instantánea han transformado las relaciones que ahora se realizan de manera 
inmediata y constante sin que sea necesario el acercamiento físico, estas nuevas 
plataformas se convirtieron para los adolescentes en un sitio clave para socializar. 
Dentro de las redes sociales más utilizadas por los adolescentes se encuentran: 
Tuenti, Facebook, Twitter, Instagram o mediante aplicaciones para teléfonos 
móviles como WhatsApp, donde se conectan con amigos, comentan lo que viven 
a diario, intercambian fotos, vídeos, manifiestan sus sentimientos y diversas 
opiniones, realizan planes o hacen comentarios de otros individuos.3
Según IPSOS en el Perú urbano, entre los primeros meses del 2018 existen 
11,2 millones de usuarios que utilizan redes sociales, entre las edades de 8 a 70 
años. Siendo sus principales usos el Facebook, WhatsApp, YouTube, Instagram 
y los demás medios digitales dejaron de ser exclusividad de los adolescentes o 
menores de 14 años, pasando a ser una tendencia a un hábito, como parte de ser 
incluido en la transferencia de información y la interacción social actual.7
Asimismo, el Ministerio de la Mujer y Poblaciones Vulnerables (MIMP) en el 2018 
informó a través de su Plataforma (Acoso Virtual), que entre los meses de febrero 
y junio se registraron un total de 397 alarmas de acoso por redes sociales. De 
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esta cifra, 351 que es el 88% fue reportada por la misma víctima y 46 que es el 
12% por informantes. Los medios tecnológicos donde se han reportado la mayor 
cantidad de casos de acoso fueron: Facebook con un 85%, WhatsApp con el 42% 
y mensajes de texto con 33%. Así mismo, los departamentos con mayor 
prevalencia de alertas de ciberacoso fueron: Lima con un 61%, en Amazonas un 
11% y por último en Arequipa con un 8%.8
Por otra parte, El Ministerio de la Mujer y Poblaciones Vulnerables (MIMP) registró 
entre los meses de febrero y marzo de este año 102 casos a través de su sitio web 
“No al acoso virtual”. De este grupo de personas afectadas, el 86% de denunciantes 
fueron mujeres y 14%, hombres. Entre las modalidades de ciberacoso que 
registraron figuran el hostigamiento, suplantación, extorsión con fines sexuales, 
insultos electrónicos, entre otros. El aumento de los casos de ciberacoso en nuestro 
país ha generado gran preocupación.9
Según la División de Investigación de Delitos Informáticos (Divindat) de la Policía 
Nacional del Perú (PNP) en el año 2018 en un informe destacó que, al mes se 
reciben entre 6 y 8 denuncias por ciberacoso a menores de edad. Los distritos 
donde más se presentan estos casos son San Juan de Lurigancho, Villa El 
Salvador, Villa María del Triunfo, Cercado de Lima y Chorrillos, a todo ello se suma 
que la exposición al riesgo cibernético es particularmente más peligrosa por lo que 
hoy en día cuando un estudiante posee un celular o un aparato tecnológico están 
participando constantemente en las redes sociales, en el cual se tiene un 70% de 
probabilidades de estar expuestos a tantos riesgos cibernéticos, por lo que los 
agresores intentan ser amigos de sus víctimas y están pendientes de sus 
publicaciones, la hora de su conexión, para que después puedan ofenderlas u 
hostigarlas.10
Por otro lado, según el observatorio nacional de violencia contra las mujeres en el 
2019, informó que la mayor parte de estos delitos son ejercidos a través de 
Facebook y el 61% de acosadores son hombres, en este caso se presentan con 
hostigamiento sexual, insultos electrónicos y ciberamenazas, siendo estas algunas 
de las expresiones muy negativas que los usuarios de la web manifiestan. Es así 
que estos casos de ciberacosos llegaron a 1603 entre febrero del 2018 y julio del 
2019, como también se registró que este gran problema se evidencia en Lima 
Metropolitana, Amazonas, Arequipa y Callao. 11
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En consecuencia, siendo los adolescentes los más vulnerables y dentro de esta 
población las mujeres, las que sufren más ciberacoso, es que se vio la necesidad 
de realizar la presente investigación en la institución educativa “Teresa González 
de Fanning”, un colegio que alberga solo estudiantes mujeres, que se encuentra 
situada en Jesús María, uno de los distritos que está ubicado en lima, donde se 
presenta un mayor número de casos reportados de ciberacoso. Es por ello que, con 
nuestro trabajo de investigación, buscamos determinar el nivel del acoso 
cibernético, dentro de ello identificar el nivel de cibervictimización verbal-escrita, 
cibervictimización visual, exclusión online y suplantación, en la cual puedan estar 
involucradas las adolescentes de dicha casa de estudios. 
Habiendo descrito esta problemática que aqueja a nuestra sociedad y a nivel 
mundial, es importante mencionar que el tema de ciberacoso y su difusión 
adecuada a toda la población, es deber del equipo de salud, si bien es cierto es un 
tema muy polémico y complejo, tiene que ver sin duda con la salud, ya que estamos 
hablando de una etapa vulnerable que es la adolescencia en donde un profesional 
de la salud tiene que trabajar para poder llegar al problema de cada menor, a base 
del estudio de su entorno familiar y sociocultural de la adolescente víctima de 
acoso, evitando así consecuencias mentales, físicas y sociales, es por ello que 
debemos tomar en cuenta que la enfermera tiene la labor fundamental de cuidar y 
salvaguardar la integridad física, mental y social de cada ser humano. 
Asimismo, cabe recalcar la importante labor de enfermería en la tarea de promoción 
y prevención de la salud mental, pues actualmente las personas que sufren de 
ciberbullying pueden presentar problemas de depresión, ansiedad, baja 
autoestima, problemas nutricionales, familiares, inestabilidades interpersonales y 
tendencia al suicidio, por lo que es importante abarcar temas de igualdad de 
género, respetando cada cultura y derechos de todo ser humano. Por lo tanto, 
enfermería es una ciencia que como tal es holística y que sin duda se encuentra 
enfocada en incrementar la calidad de vida de las personas en toda su etapa de 
desarrollo, haciendo que la labor de cada profesional de la salud sea ejemplar. 
Es por esta razón que, en la teoría, Hildegard Peplau menciona que es importante 
que la enfermera mantenga una relación interpersonal con el paciente de manera 
que pueda conocer su conducta y ayudarlo a expresar sus sentimientos para 
poder asistirlo en mejorar sus relaciones interpersonales. Además, refiere que 
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para poder lograr este proceso la enfermera debe conocer su propia conducta 
antes de ayudar al paciente. En base a ello la importancia de este trabajo de 
investigación es que se va a fortalecer la teoría de Peplau porque con este estudio 
se va a determinar el nivel de ciberacoso en adolescentes mujeres del 2do de 
secundaria de la institución educativa Teresa González de Fanning, y de esta 
manera se podrá identificar el estado actual de ciberbullying que sufren las 
adolescentes mujeres de dicha casa de estudios, pues así ellas podrán afrontar 
este problema, expresar sus sentimientos para que puedan recibir el apoyo 
necesario evitando las consecuencias que puede acarrear este dilema.22
En consecuencia, gracias a los resultados de esta investigación se podrá 
comprender el nivel de ciberbullying que podrían sufrir las estudiantes mujeres de 
dicha institución educativa, sirviendo de guía para que otros adolescentes que 
estén pasando por una situación similar actúen frente a dicho problema, es así 
que, se logrará disminuir el índice de ciberbullying que sufren muchos estudiantes 
de diversas instituciones. De esta manera, muchos adolescentes y jóvenes podrán 
tomar consciencia de sus actos y pedir apoyo a los profesionales de la salud que 
los puedan orientar a mejorar este tipo de problemas. Y por último servirá a que 
otros estudios profundicen más el tema en investigaciones relacionadas al acoso, 
que puedan afectar la salud mental de los adolescentes para evitar así que 
terribles consecuencias acaben con la vida de más personas indefensas. 
Dentro de este contexto se formuló la pregunta ¿Cuál es el nivel del acoso 
cibernético en adolescentes mujeres del 2do de secundaria de la institución 
educativa Teresa González de Fanning, Jesús María - 2020?. 
Teniendo como objetivo general: Determinar el nivel del acoso cibernético en 
adolescentes mujeres del 2do de secundaria de la institución educativa Teresa 
González de Fanning, Jesús María - 2020. 
Y como objetivos específicos: Identificar el nivel de cibervictimización verbal 
escrita en adolescentes mujeres del 2do de secundaria de la institución educativa 
Teresa González de Fanning, Jesús María – 2020. 
Identificar el nivel de cibervictimización visual en adolescentes mujeres del 2do de 
secundaria de la institución educativa Teresa González de Fanning, Jesús María 
– 2020.
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Identificar el nivel de exclusión online en adolescentes mujeres del 2do de 
secundaria de la institución educativa Teresa González de Fanning, Jesús María – 
2020. 
Identificar el nivel de suplantación en adolescentes mujeres del 2do de secundaria 
de la institución educativa Teresa González de Fanning, Jesús María – 2020. 
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II. MARCO TEÓRICO
En base a ello se presentó diferentes antecedentes tanto nacionales como 
internacionales. Tenemos a Paraguay M. y Salcedo I., en el año 2015, en su 
investigación “Manifestaciones más frecuentes del ciberbullying en los estudiantes 
víctimas de la I.E Santa Isabel - Huancayo”, realizada en la Universidad Nacional 
del Centro del Perú, Huancayo. Cuyo objetivo fue identificar cuáles son las 
manifestaciones más frecuentes del ciberbullying en los estudiantes víctimas del 
3er y 4to grado de secundaria de la I.E: "Santa Isabel"-Huancayo. El estudio tiene 
como tipo de investigación básica, con un nivel descriptivo; tuvo una muestra de 
168 alumnos víctimas del ciberbullying; la técnica utilizada fue la encuesta y el 
instrumento el cuestionario, teniendo como resultados el insulto electrónico como 
uno de las manifestaciones más frecuentes en un 94%. Tuvo como conclusión, las 
manifestaciones más frecuentes del ciberbullying son: los insultos electrónicos, el 
hostigamiento, la ciberpersecución, la denigración, la suplantación, el 
desvelamiento y sonsacamiento, la exclusión, la paliza feliz o happy slapping.12
Ramírez S. en el año 2017 en su investigación “Características del ciberbullying en 
adolescentes de la institución educativa pública Mariscal Cáceres Ayacucho,2015”, 
realizada en la Universidad Alas Peruanas, Ayacucho-Perú. Cuyo objetivo es 
determinar las características del ciberbullying en adolescentes de la Institución 
Educativa Pública Mariscal Cáceres Ayacucho, 2015. Presenta un nivel descriptivo 
con diseño transversal con una muestra de 126 estudiantes matriculados en el año 
2015. Para ello la técnica utilizada fue la encuesta, con el instrumento el 
cuestionario sobre ciberbullying; los siguientes resultados fundamentan que entre 
los tipos de ciberbullying resaltaron los insultos con el 21.4%, siendo el Facebook 
la fuente virtual más usada con un 33.3%. Presenta como conclusión que la 
prevalencia del ciberbullying en el último año es de 66.7%, en los últimos 6 meses 
es 47.6%, en los últimos 3 meses con 30.2%, en el último mes en un 23% y en la 
última semana 12.7%.13
Peña D. en el año 2017 en su investigación titulada “Habilidades sociales y 
cyberbullying en adolescentes del distrito de Laredo” realizada en la universidad 
César Vallejo, Trujillo- Perú. Cuyo objetivo fue explicar el ciberbullying a partir de 
las habilidades sociales en alumnos de instituciones educativas del distrito de 
Laredo. Dicha investigación es de nivel explicativo, con una muestra de 490 
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alumnos de instituciones mixtas, la técnica utilizada fue la evaluación psicométrica 
y el instrumento el cuestionario de cibervictimización y la escala de habilidades 
sociales. Tuvo como conclusión, que los campos de autoexpresión en momentos 
de interacción, tener posición de negatividad, no tener ningún tipo de vínculo y con 
una expresión de enfado o no estar cómodo con la situación son las que mejor 
explican al ciberbullying en los adolescentes del distrito de Laredo.14
Revilla D., en el año 2017, en su investigación “Como se desarrollan las relaciones 
interpersonales en el aula y como se generan las conductas agresivas en las redes 
sociales de los estudiantes del sexto grado de primaria de una institución de Lima 
Metropolitana.“, realizada en la Pontifica universidad Católica del Perú, cuyo 
objetivo fue analizar las relaciones interpersonales que se establezcan tanto en el 
aula como en las redes sociales de los estudiantes del sexto grado de primaria de 
una institución de Lima Metropolitana, el estudio tiene como tipo de investigación 
básica, con un nivel descriptivo; tuvo una muestra de 26 alumnos, la técnica 
utilizada fue la encuesta y la entrevista, el instrumento el cuestionario y libro de 
cotejo, teniendo como resultado que aunque no se presentó un caso de 
ciberbullying, existe un ambiente hostil en el aula razón por la cual los alumnos se 
han dividido en grupos que fomentan la desunión y pues así en algunos casos han 
hecho uso de las redes sociales para crear ambientes de agresión virtual.15
Sánchez A., en el año 2019, en su investigación “Ciberintimidación en estudiantes 
de secundaria asociados a trastornos del sueño en un colegio de Lima- Perú 
diciembre 2018“, realizada en la universidad Ricardo Palma, cuyo objetivo fue 
determinar la asociación entre ciberintimidación y trastornos del sueño en 
estudiantes de secundaria de un colegio de Lima- Perú diciembre 2018. El estudio 
fue de tipo básica, con un nivel descriptivo; con una muestra de 344 alumnos, la 
técnica utilizada fue la encuesta y el instrumento el cuestionario, teniendo como 
resultado que el 18% presentó un trastorno del sueño global y el 56% estuvo dentro 
de la categoría de ciberintimidación. Presentándose así la siguiente conclusión, el 
cibervíctima o ciberespectador estaba asociado a presentar una alteración y un tipo 
de trastorno del sueño. El ciberintimidador se asoció a somnolencia excesiva, y no 
a trastornos del sueño global.16 Bravo L., en el año 2019 en su investigación titulada 
“Ciberacoso en adolescentes, propuesta de intervención social en centros 
escolares” realizada en la universidad de Valladolid, España. Tuvo como objetivo 
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facilitar los datos sobre los aspectos más importantes del acoso cibernético y 
concientizar sobre este dilema. La investigación fue de tipo descriptivo y 
la metodología que se utilizó en este trabajo fue la verificación metódica de escritos 
descriptivos, de fuentes formales y bibliográficas. En conclusión, se considera el 
ciberacoso un nuevo estilo de agresión entre los adolescentes y un fenómeno que 
merece un estudio completo, es por ello la importancia del trabajador social en los 
colegios debido a las competencias que poseen estos profesionales.17
García C., Romera E., Ortega R. en el año 2017 en su investigación titulada, 
“Cyberbullying en Educación Primaria: Factores explicativos relacionados con los 
distintos roles de implicación” Elaborada por la universidad de Córdoba, España. 
Tuvo como objetivo determinar si, se pueden encontrar variables de personalidad 
junto a variables del entorno que sean capaces de demostrar la implicación en el 
ciberacoso como no implicados, espectadores, víctimas, agresores y agresores 
victimizados. La investigación fue de tipo descriptivo, la técnica empleada fue 
la encuesta y como instrumento se utilizó el cuestionario para la recogida de datos. 
La muestra fue de 1278 estudiantes de la Comunidad Autónoma de Andalucía, 
cuyas edades están entre los 10 y 14 años de edad. Como resultado presentaron 
que los estudiantes de 5º y 6º de Primaria, de Andalucía participan en el 
cyberbullying en un alto porcentaje. Las cifras evidencian una prevalencia de 
31.2%. En conclusión, esta investigación confirma que existe ciberacoso entre los 
escolares que cursan el nivel primario en las escuelas.18
Martínez en el año 2015, en su trabajo de investigación titulado “Ciberacoso y 
violencia de género en las redes sociales en estudiantes de la universidad 
autónoma del estado de México” Tuvo como objetivo incrementar el 
entendimiento sobre el contexto de violencia de género que han venido 
apareciendo en las modernas formas de comunicación. La investigación fue de tipo 
descriptivo, la muestra fueron 400 alumnos, la técnica utilizada fue la encuesta y 
como instrumento el cuestionario. Tuvo como resultado entre las posiciones sobre 
ciberacoso, el 17% de los alumnos reconocen que han discutido y ofendido de 
manera pública en Internet, el 39% lo realizó de forma reservada, el 13% de 
alumnos lo realizó tanto de manera pública como reservada. En conclusión, se 
puede estimar que existe violencia virtual en los alumnos de la UAEMex.19
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Clemente A. en el año 2017, en su informe realizado para la Universidad 
internacional de Valencia “Ciberacoso. Aproximación a un estudio comparado: 
Latinoamérica y España”, indica que la mayoría de los casos de acoso cibernético 
se lleva a cabo en personas de 11 a 14 años y que los varones son los que cometen 
la mayor cantidad de casos de ciber perpetración, entre tanto que existe una 
ambigüedad de género con respecto a la cibervictimización. También, menciona 
que el 6,9% ha sufrido acoso cibernético, el 3,7% acoso tradicional y acoso 
cibernético, mientras que el 6,9% ha ciberacosado. Además, señala que la 
prevalencia de acoso cibernético en España permanece en tasas permanentes de 
10-15%. En conclusión, el acoso cibernético se ha convertido en una nueva forma
de acoso considerado más grave que el acoso tradicional pues su difusión por las 
redes sociales se da de manera más rápida y amplia.20
Álvarez en el año 2015, en su trabajo de investigación titulado “Ciberbullying, una 
nueva forma de acoso escolar”. Tuvo como objetivo general indagar la condición y 
prevalencia del ciberacoso en entornos urbanos en comparación con el acoso 
tradicional. El estudio es de naturaleza mixta pues se compone de técnicas de 
investigación cuantitativas y cualitativas, constituido en un diseño exploratorio- 
confirmatorio. La muestra estuvo conformada por 594 estudiantes, cuyas edades 
estan entre 14 y 15 años de edad, proveniente de tres Institutos de Enseñanza 
Secundaria (IES) perteneciente al municipio de Villaviciosa de Odón, Comunidad 
de Madrid. La técnica empleada fue la encuesta y el instrumento fue el cuestionario. 
El estudio nos indica que un 3,6% de los estudiantes ha sido víctima de ciberacoso, 
solo el 1,5% reconoce haber agredido mediante el ciberacoso y un 27,5% mencionó 
haber observado comportamientos de ciberacoso en algún amigo. En conclusión, 
se han observado más casos de víctimas masculinas que femeninas, las cifras 
alcanzadas muestran una mayor frecuencia de ciberacoso en 3° ESO que en 4° 
ESO. También el estudio indica que existe una mayor incidencia de ciberacoso en 
el centro público que en el privado y concertado.21
Asimismo, se realizó el análisis de una de las teorías de enfermería que enmarcó 
significativamente el significado y comprensión de nuestro trabajo de investigación, 
el cual está en manos de Hildegard E. Peplau, teórica de enfermería que establece 
su teoría de las relaciones interpersonales, se basa en el estudio de la conducta 
humana. Además, menciona que la enfermera(o) primero debe entender su propia 
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conducta para luego poder entender la conducta de los demás y de esta manera 
poder ayudar a establecer relaciones interpersonales adecuadas, ayudándoles a 
expresar sus sentimientos.22 Esta teoría permite que los profesionales de la salud 
no solo observen la enfermedad del paciente de manera biofísica, sino que traten 
de acercarse a sus sentimientos y comportamientos, de esta manera se podrá 
interactuar aún más, conociéndolos de fondo, entender sus sentimientos y 
ayudarlos a expresar sus emociones. Por otro lado, se analizó los siguientes 
enfoques conceptuales para entrar más a fondo sobre este tema de estudio. 
El ciberbullying es aquella agresión que se da con mayor frecuencia entre personas 
que establecen relaciones interpersonales de forma constante. Consiste en la 
utilización de las nuevas plataformas digitales, el uso incorrecto de estos medios, 
trae consigo el hostigamiento, intimidación y los insultos. Este tipo de agresión es 
mucho más intensa hacia la víctima ya que sus agresores actúan de manera 
anónima, caracterizándose por la acción deliberada para causar daño a sus 
víctimas, que por medio de las redes humillan, hostigan con crueldad y en el peor 
de los casos atentan contra su vida.3
Si bien es cierto, vivimos en un país donde a diario se refleja la constante evolución 
de las plataformas virtuales, con la que innumerables adolescentes están 
involucrados, ya sea porque su uso se vuelve algo novedoso e impactante con lo 
que puedan llamar la atención del grupo de amigos con los que se convive, de esta 
manera, también al utilizar las redes en línea se están exponiendo a muchos 
peligros, porque en realidad no saben con quién están interactuando a través de 
una red social, es por esta razón que el ciberacoso se vuelve un tema tan 
controversial que se debe tomar en cuenta en cuanto a su implicancia en la 
adolescencia como problemática social. 
Por otro lado, De la Serna J. considera que el ciberacoso consiste en una posición 
de humillación, de una o varias personas sobre otras. Este se debe a que la víctima, 
tenga alguna característica diferente, o que pertenezca a otro equipo de interacción. 
Asimismo, sostiene que a medida que la tecnología se populariza junto con ello 
también lo hacen las ventajas y desventajas de su uso y abuso, por lo que el menor 
acosado en innumerables ocasiones no denuncia por el miedo incontrolable. 23 De 
esta manera se resume que el ciberacoso es la agresión más denigrante ya que se 
trata de humillar y de no respetar a la persona, sin importar sus sentimientos, la 
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forma de expresar sus emociones, muy aparte, se suma que en esta etapa los 
menores quieren participar en grupos donde se les motive su personalidad, por lo 
que se ven en la necesidad de manejar las tecnologías de manera que ellos estén 
más conectados, y se sientan populares, sin evidenciar los riesgos que traería 
consigo una mala manipulación, ya que serían víctimas de acosadores virtuales 
que solo buscan dañar, por lo que ellos terminan confiando más en ese amigo 
virtual sin imaginar que es su gran acosador, que sin duda podría atentar contra su 
bienestar perjudicando la calidad de, su vida, familia y su entorno sociocultural. 
Tebar M., refiere que el ciberacoso sucede por la mala utilización de las tecnologías 
digitales, con acciones lesivas y que perjudican a los adolescentes, por lo que los 
expone a tantos acosadores. Por otro lado, el ciberbullying sirve de intencionalidad, 
de un poder que es mal empleado por el agresor, quien evidencia la falta de normas 
morales, la carencia de educación emocional y en todas las ocasiones tiende a 
estar acompañado por el anonimato; que sin lugar a duda es perjudicial para los 
menores, dejándolos propensos a muchas crueldades en las redes.24
Asimismo, respecto a que el ciberacoso es una agresión en la cual se hace un 
inadecuado manejo de las plataformas digitales también se debe tomar en cuenta 
que los agresores son los responsables principales del daño, ya que se esconden 
bajo falsas personalidades, buscando captar la atención del adolescente haciendo 
que este haga todo lo que le digan, utilizan su poder para involucrar más a sus 
víctimas, para satisfacer su maldad, dejando de lado los niveles morales, éticos de 
la vida y el respeto hacia los demás. 
Cuando mencionamos ciberacoso también se relaciona con cibervictimización, ya 
que es aquella acción que involucra agresiones o actos de violencia la cual se 
desarrolla a través de las innumerables plataformas digitales.25 Es así como, 
Nocentini et al. en su investigación Ciberacoso: etiquetas, comportamientos y 
definición en tres países europeos; Italia, España y Alemania presenta la 
clasificación de cuatro tipos de acoso cibernético en la cual se ve reflejada la 
cibervictimización. Y que también se agrupa reflejándose los ocho tipos 
presentados por Kowalski, Limber y Agatston.27 que han definido al ciberbullying en 
un sentido amplio, que incluye el uso de correos electrónicos, mensajerías 
instantáneas, mensajes de texto e imágenes digitales enviadas a través de 
teléfonos móviles, páginas web, bitácoras web, salas de chat, y demás tecnologías 
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asociadas a la comunicación digital. El acoso puede ser difícil de identificar, en 
muchas ocasiones se ha llevado consigo al extremo del asesinato y al suicidio.25
Por lo que se presentó los cuatro tipos de acoso cibernético, tenemos como primer 
tipo a la: Cibervictimización verbal-escrita, es la intimidación que se presenta con 
llamadas telefónicas, con mensajes de texto que perpetran miedo, al igual que en 
la utilización de correos electrónicos, chats, los cuales son los más utilizados por 
los adolescentes, blogs para hostigar a las víctimas, también están las 
comunidades de redes sociales y los innumerables sitios web, que son los 
principales pilares de un comienzo de insultos con hostigamiento que perturba la 
tranquilidad de muchos estudiantes.27
Según Garaigordobil M, menciona que los insultos electrónicos se dan a través del 
intercambio de frases entre los adolescentes que utilizan las nuevas tecnologías 
virtuales para agredirse a través de palabras ofensivas utilizando cualquier 
plataforma digital, de esta manera los adolescentes utilizan dicho medio para 
agredir a sus víctimas, amenazarlos y tenerlos manipulados, provocando en ellos 
miedo, angustia, por lo que puede atentar contra su tranquilidad y calidad de vida.26
De esta manera se define a los insultos electrónicos como toda agresión a través 
de redes tecnológicos, con mensajes ofensivos, atemorizantes y amenazantes, 
estos actos son realizados por adolescentes agresores, que tienden a buscar a sus 
víctimas en su mismo ámbito de socialización que muchas veces es la institución 
educativa donde estudian, ellos se caracterizan por la envidia que tienen hacia sus 
compañeros, entonces motivados a ello buscan agredir de una manera anónima 
como se hace por la red para manipular y desequilibrar la tranquilidad de los 
menores víctimas de insultos virtuales. 
Según Garaigordobil M., sostiene que el hostigamiento consiste en evocar 
mensajes faltosos que se dan constantemente, esto se da mayormente en 
proyección a una sola víctima ya que de esta manera la intimidación se da a largo 
plazo y buscan la forma de someter más a una sola persona.26
En otras palabras, el hostigar es molestar constantemente a una sola persona ya 
que se ve en la víctima un amplio conjunto de rasgos que producen en el agresor 
las ganas de someterla, tenerla como única proyección de maldad, que en ella se 
descargue toda su cólera a través de seguimientos por las redes, frases repetidas 
de agresión, engañándole y privándola de su tranquilidad. 
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Según Kowalski et al, define que cuando se menciona la denigración se trata de 
difundir información peyorativa respecto a otra persona a través de los medios 
digitales mostrando datos y fotos con contenido de actitudes sexuales, el cual 
perjudica totalmente su bienestar; en cuanto a la difamación se describe como la 
utilización de las distintas plataformas virtuales para enviar mensajes 
menospreciando a otras personas para dañar su reputación o amistad, creando 
páginas donde se dediquen a insultar y agredir la vida de las víctimas.25
Entonces la denigración y difamación son aquellos actos de difundir información a 
muchas personas para perjudicar a la víctima, estos actos que se dan en las redes 
son más importantes porque no solo lo pueden visualizar algunas personas ya que 
como sabemos la tecnología está muy avanzada, por lo que es aún más dañino ver 
como las víctimas se ven envueltas en rumores, chismes, falacias mal hechas por 
conceptos elaborados en páginas digitales, por estos acosadores que solo tienen 
el objetivo de dañar el estado físico, emocional y espiritual de la víctima. 
Garaigordobil M., sostiene que la ciberpersecución es aquel medio que por su 
utilización es realmente alarmante ya que la transmisión de comunicaciones por las 
redes es constante, hostigadoras y amenazantes, en este sentido las víctimas 
presentan preocupación que no les permiten estar tranquilos, controlan la mayor 
parte de su vida.26
En este contexto se fundamenta claramente que la ciberpersecución se manifiesta 
como el seguimiento constante que los agresores realizan a través del uso de las 
plataformas virtuales, buscando fomentar el miedo y pánico de sus víctimas, las 
cuales son adolescentes que muchas veces presentan inseguridades, aquellas que 
no creen en sí mismas, ahí la facilidad de hacerles daño y de manipular, siendo 
aprovechado por los agresores para dañarlos. 
Y cuando hablamos del segundo tipo de ciberacoso tenemos a la: 
Cibervictimización visual, en este tipo de acoso cibernético se publican, envían y se 
comparten información muy personal a través de fotos, videos que pueden ser muy 
comprometedores para las víctimas y los involucrados pueden pasar por momentos 
muy caóticos.27
Kowalski et al. fundamenta que el desvelamiento consiste en sacar a la luz 
información ya sea privada y comprometedora de la víctima, lo que perjudica la 
estabilidad de esta persona ya que cambia totalmente su vida, mientras que el 
15 
sonsacamiento es aquella agresión que implica chantajear, obligándo a realizar la 
revelación de asuntos personales o familiares.25
En el párrafo anterior se fundamenta que el desvelamiento es sacar a la luz 
información muy íntima de la víctima, a través de páginas donde pueden visualizarlo 
muchas personas, estas páginas cada vez más se hacen vistosas ya que se revela 
información íntima y de carácter personal obligando a otras personas a empezar un 
chisme que perjudica a la víctima en todos los aspectos, en cuanto al 
sonsacamiento es un tipo de agresión que se caracteriza por obligar a que se 
manifieste a través de redes alguna información tan íntima que dañan la reputación 
de los menores víctimas. 
Según Garaigordobil M., sostiene que la paliza feliz (happy slapping), es la forma 
de felicidad del agresor que, por venganza, desagrado o por alguna riña, graban a 
la víctima cuando se produce una pelea o cuando se le está agrediendo, para poder 
subirlo a las diferentes redes, con el objetivo de burlarse y agredir de manera 
constante.26
En conclusión, se define que la paliza feliz es aquella agresión que se da mediante 
la grabación de eventos violentos, ya que no se mide la severidad de los actos, solo 
con el fin de grabar y subirlo a las redes, para que sea motivo de burlas e insultos, 
además etiquetando a otras personas las cuales lo seguirán compartiendo 
haciendo que la persona agredida se sienta menos protegida, más vulnerable, 
porque sin duda estarán violando sus derechos y su integridad como ser. 
Lo que respecta al tercer tipo de acoso cibernético que es: Exclusión online, al igual 
que lo argumenta Tebar, busca excluir a todo aquel que esté en algún grupo de 
amigos en alguna plataforma virtual, con el único propósito placentero de molestar 
a los excluidos tildándolos con una mala fama para que este círculo vicioso de 
exclusión se propague generando enemistades y problemas con otros grupos.27
Tebar M. manifiesta que la exclusión se da cuando un grupo de personas evita, 
niega el acceso de cualquiera de las redes sociales, a la víctima. Los agresores 
utilizan el ámbito público para intimidar repetidas veces a sus víctimas o difamarlos 
por medio de las plataformas digitales para crear un rechazo hacia la víctima. 24
En conclusión, la exclusión es aquel acto que se realiza cuando una persona o 
grupos de personas excluye a otras de las plataformas virtuales ya sea por envidia 
o teorías mal hechas que dañan a las víctimas, los agresores buscan encontrar en
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sus víctimas la parte más vulnerable para someterlos en el más profundo miedo y 
sobre todo perjudicarlos a través de las diferentes redes. 
Rechazar de un chat o red social, consiste en no permitir a alguien el ingreso solo 
por envidia, porque no se lleven bien. Y cuando hablamos de excluir de algún chat 
o red social, se trata de sacar de manera abrupta a un miembro de algún chat para
molestarlo y no permitir que comparta anuncios con sus demás amigos. 
En el caso del cuarto tipo de ciberacoso tenemos a la: Suplantación, al igual que lo 
fundamenta Barranco C. es el tipo de ciberacoso que se caracteriza por el robo de 
la identidad, con la revelación de información sumamente personal, por lo que se 
utiliza el nombre y la cuenta de la víctima para hacer falsas publicaciones que 
traería problemas en la parte emocional, familiar y en su entorno.27
Suplantar la identidad de algún chat o red social, con la intención de hacer daño, 
en este aspecto el agresor se hace pasar por su amigo para tomar sus claves de 
internet, para publicar información falsa que lo perjudique. Barranco C. también 
sostiene que la suplantación consiste en que el acosador se hace pasar por el 
acosado, para lo cual emplea artimañas que le ayudan a tener un acceso a sus 
cuentas, es así que puede utilizar su identidad en una de las tantas redes digitales, 
con el fin de poder expandir información incierta, ofensiva, que puede traer terribles 
problemas.27
Por ende la suplantación también es un acto de crueldad ya que el acosador se 
vale de sus artimañas para hacerse pasar por una víctima más, se hace amigo de 
su propia víctima y comparte mentiras que le ayudan a tener acceso a muchas de 
sus cuentas digitales, por lo que el menor engañado acude a su amigo que en este 
caso es quien lo entiende y le da toda su confianza sin imaginar que sería su peor 
verdugo, ya que solo se valió de su falsedad para hacerle daño y difamar para 




3.1. Tipo y diseño de investigación 
• Tipo de investigación: El siguiente trabajo de investigación es de estudio
básico ya que tiene como objetivo originar nuevos entendimientos sobre un
determinado suceso que se está produciendo al establecer dicha
investigación, lo cual va a beneficiar a la sociedad en un determinado
tiempo.34 
• Diseño de investigación: El diseño de la investigación es no experimental,
porque se realizó el estudio sin maniobrar deliberadamente las variables,
sólo se da mediante la observación y medición de los fenómenos, variables
y como se dan en su entorno originario.34 
• Corte: El estudio es de corte transversal, porque los diseños aludidos
describen correspondencia entre dos o más categorías, conceptos o
variables en un determinado tiempo, ya sea en términos correlacionales, o
en función de la relación causa efecto. 34 
• Enfoque: El siguiente trabajo es de enfoque cuantitativo ya que se realiza
mediante los procedimientos numéricos y métodos matemáticos, los cuales
van a servir para corroborar supuestos. Al igual que también se asocia a
los análisis estadísticos de los datos recogidos, para así estimar las
dimensiones u ocurrencias de los diferentes fenómenos y demostrar
posibles hipótesis planteadas en dicha investigación.34 
3.2. Variable y operacionalización: 
• Variable: Acoso cibernético, es una variable independiente y cuantitativa.
• Definición conceptual: El ciberacoso o acoso cibernético es la utilización
de las nuevas plataformas digitales, por medio del cual se incrementa el
hostigamiento, intimidación e insultos.2
• Definición operacional: El ciberacoso fue medido a partir de las
puntuaciones obtenidas en el cuestionario de cibervictimización de 26 ítems
planteado por Álvarez, Dobarro y Núñez (2014), las categorías son: baja
(26-29), media (30-47) y alta (48 a más).
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• Dimensiones e indicadores:
- Cibervictimización verbal-escrita: Insultos electrónico, hostigamiento,
denigración y difamación, ciberpersecución.
- Cibervictimización visual: Desvelamiento y sonsacamiento, paliza feliz
o happy slapping.
- Exclusión online: exclusión, Rechazar de un chat o red social, excluir
de algún chat o red social.
- Suplantación: Suplantar la identidad de algún chat o red social, con la
intención de hacer daño.
• Escala de medición: Las escalas de medición sirven para poder
categorizar diferentes variables, en este estudio se realizó con una escala
de medición de tipo ordinal, ya que las variables se describen junto con la
identificación de la asignación de un valor.
3.3. Población, muestra y muestreo: 
Población: La población se enmarcó como el conjunto de personas que 
presenten alguna relación con una serie de especificaciones, es decir tienen 
que tener las mismas características.34
El siguiente trabajo de investigación se desarrolló en una institución nacional 
de mujeres en Jesús María en el año 2020. Donde se accedió a la información 
gracias a los datos brindados por el director de dicha casa de estudios, en 
donde las alumnas que conforman el segundo año de secundaria, están 
seleccionadas en salones que llevan un numero por sección, empezando por 
la sección 1, hasta la sección número 12. Siendo el total de la población 300 
alumnas, ya que en cada salón asisten 25 estudiantes. 
• Criterios de inclusión:
- Adolescentes del 2do año de la sección 1 de secundaria de la
institución educativa Teresa González de Fanning.
- Adolescentes del 2do año de la sección 2 de secundaria de la
institución educativa Teresa González de Fanning.
- Adolescentes del 2do año de la sección 12 de secundaria de la
institución educativa Teresa González de Fanning.
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▪ Criterios de exclusión:
- Adolescentes del 2do año de las siguientes secciones: 3, 4, 5, 6, 7, 8,
9, 10 y 11 de secundaria de la institución educativa Teresa Gonzales
de Fanning.
- Adolescentes del 2do año de la sección 1, de la sección 2 y de la
sección 12, de secundaria de la institución educativa Teresa Gonzales
de Fanning, que no cuenten con acceso a internet y algún aparato
tecnológico.
Muestra: La muestra es aquel subgrupo de la población o universo que es de 
interés para la investigación, por lo que en este estudio se recolectó los datos 
acordes de dicha investigación, obteniendo una muestra de 55 estudiantes a 
través del muestreo no probabilístico por conveniencia.34
Muestreo: Se realizó un muestreo no probabilístico ya que de esa manera la 
selección de las unidades no obedeció a la probabilidad, sino de análisis 
vinculados a particularidades y entorno de la investigación.34
En dicho trabajo de investigación se utilizó el tipo de muestreo no 
probabilístico del cual consta de tres tipos por conveniencia, juicio y por 
cuotas. 34
Por conveniencia: Para este estudio se utilizó el muestreo por conveniencia, 
debido a que por la facilidad de disponibilidad se encuestó a las alumnas de 
tres salones, del 2do año de la sección 1, sección 2 y sección 12 de las cuales 
en el 2do año de la sección 1, 14 alumnas, en la sección 2, 20 alumnas y en 
la sección 12, 21 alumnas, siendo un total de 55 estudiantes para nuestra 
muestra. 
3.4. Técnicas e instrumentos de recolección de datos 
Técnica: El estudio se realizó mediante la técnica de la encuesta, la encuesta 
es aquella técnica que a través de la cual nos permite ejecutar la recolección 
de información lo que nos ayudó a un adecuado reconocimiento y 
profundización del tema a tratar.34
Instrumento: Se fundamenta como aquel conjunto de interrogantes para 
poder medir una o más variables de las elegidas en dicho estudio.34 En la 
presente investigación se recopiló el cuestionario de la escala de victimización 
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de Álvarez, Dabarro, Núñez, el cual logró medir la agresión padecida a través 
del teléfono móvil o internet, a través de los diferentes tipos de acoso 
cibernético. Los cuales están conformados por 26 preguntas, que el evaluado 
debe indicar con qué frecuencia ha sido víctima de cada una de las situaciones 
en los últimos tres meses, mediante una escala de respuestas tipo likert.37
El presente instrumento conserva el diseño de su dimensionalidad a partir de 
Nocentini, para su validez de contenido se revisó con cinco especialistas en 
psicología y educación. Para el análisis de su fiabilidad se tiene un alfa de 
Cronbach de 0,85.37
3.5. Procedimientos 
En cuanto a la recolección de información, se solicitó la autorización por 
escrito de la autoridad máxima de la institución educativa, con la carta N° 084- 
2020-CP ENF/UCV-LIMAESTE para la aplicación del instrumento de 
medición, para ello buscamos las facilidades con el director del centro 
educativo el cual nos autorizó a la realización del estudio, mediante el 
documento MEMORANDUM N° 075-DCNMTGF/ES. Asimismo, se pidió la 
autorización a los docentes tutores de cada salón. En cuanto a las alumnas, 
personajes principales de nuestra investigación, se realizó un zoom que nos 
facilitó para la comprensión de las dudas que existieron en el momento de la 
realización de la encuesta, este acceso virtual nos ayudó mucho para que 
exista un entendimiento en favor a nuestro estudio. 
3.6. Método de análisis de datos 
Para el análisis de datos se realizó un proceso, iniciándose después de 
realizar la aplicación del instrumento, con la codificación de los datos tomando 
en cuenta los valores establecidos para cada respuesta con el cuestionario de 
cibervictimización, por escala Likert; siendo 1, para nunca; 2, pocas veces; 3, 
muchas veces y 4, siempre. Pero además de ello se utilizó el programa Excel 
2016, para la identificación de número de respuestas de datos ya que se utilizó 
el formulario de Google para que la aplicación de la encuesta sea más 
práctica. De igual manera en cuanto a la realización de los gráficos se utilizó 
el programa SPSS25. 
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3.7. Aspectos éticos 
El surgimiento de los Comités de Ética de la Investigación (CEI) está 
estrechamente vinculado a los acontecimientos de abusos de poder que se 
produjeron en aquellas investigaciones con seres humanos durante el siglo 
XX y que determinaron que se iniciará a exigir que las investigaciones de esos 
tiempos biomédicas contemplaran los problemas éticos y un marco referencial 
de eticidad, desde que las primeras se pudieran desarrollar, y estos últimos 
resolver, observando el respeto a la dignidad humana de manera que engloba 
las características capaces de evidenciar el cumplimiento de los derechos de 
la persona.35
Sin embargo, durante la exploración médica, es responsabilidad del facultativo 
resguardar la vida, cuidar la moralidad, proteger la integridad, la libertad y la 
confidencialidad de los datos obtenidos de las personas que son partícipes de 
la investigación. Este compromiso de seguridad a los participantes recae en 
el médico u otro experto en salud y jamás en los partícipes de la 
investigación.35 En consecuencia, en el presente trabajo de investigación no 
se incluyó los nombres ni las iniciales de los participantes, siguiendo con lo 
establecido en el párrafo anterior determinado en la Declaración de Helsinki 
adoptada por la Asociación Médica Mundial en el año 1964.36
Entonces frente a lo anteriormente mencionado, en el presente estudio se tuvo 
la autorización del director de dicha casa de estudios, de igual manera se 
explicó del instrumento correspondiente, para lo cual no se obligó a ninguna 
estudiante para su participación. (Anexo 6) Por otro lado, se tuvo en 
consideración los tres principales principios éticos del informe de Belmont, los 
cuales se enfocan mayormente en el respeto por los semejantes, beneficencia 
y justicia, para ello lo definiremos a continuación 36
Respeto por las personas: Se sustenta como el respeto a la autonomía de 
cada ser y a su protección. Beneficencia: Se define como el respeto a todos 
los seres humanos, al igual que la preocupación para que pueda tener un 
bienestar absoluto. Y la Justicia: Se fundamenta como aquel principio de 
equidad cuando se va a repartir algún beneficio o los innumerables esfuerzos 
en favor a dicha investigación. 
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IV. RESULTADOS
Gráfico N° 1 
Nivel del acoso cibernético en adolescentes mujeres del 2do de secundaria 
de la institución educativa Teresa González de Fanning, Jesús María - 2020. 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el nivel de 
acoso cibernético en las estudiantes de los tres salones, donde se evidenció para 
el nivel bajo un 58,18%, para el nivel medio un 40,00% y en cuanto al nivel alto con 
un 1,82%. 
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Gráfico N° 2 
Nivel de cibervictimización verbal-escrita en adolescentes mujeres del 
2do de secundaria de la institución educativa Teresa Gonzales de Fanning, 
Jesús María – 2020. 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el nivel de 
cibervictimización verbal-escrita, donde se evidenció para el nivel bajo un 78,18%, 
para el nivel medio un 14,55% y en cuanto al nivel alto con un 7,27%. 
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Gráfico N° 3 
Nivel de cibervictimización visual en adolescentes mujeres del 2do de 
secundaria de la institución educativa Teresa Gonzales de Fanning, Jesús 
María – 2020. 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el nivel de 
cibervictimización visual, donde se evidenció para el nivel bajo un 83,64%, para el 
nivel medio un 9,09% y en cuanto al nivel alto con un 7,27%. 
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Gráfico N° 4 
Nivel de exclusión online en adolescentes mujeres del 2do de secundaria de 
la institución educativa Teresa Gonzales de Fanning, Jesús María – 2020. 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el nivel de 
exclusión online, donde se evidenció para el nivel bajo un 88,00%, para el nivel 
medio un 18,18% y en cuanto al nivel alto con un 1,82%. 
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Gráfico N° 5 
Nivel de suplantación en adolescentes mujeres del 2do de secundaria de la 
institución educativa Teresa Gonzales de Fanning, Jesús María – 2020. 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el nivel de 
suplantación, donde se fundamenta para el nivel bajo un 92,73%, para el nivel 
medio un 5,45% y en cuanto al nivel alto con un 1,82%. 
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V. DISCUSIÓN
Hablar del acoso cibernético, ciberbullying o ciberacoso, es un tema que está en 
constante evolución convirtiéndose el reconocimiento y las medidas preventivas en 
una lucha constante de la sociedad, así como a nivel mundial, se ve como cada vez 
a edades más tempranas ya se empieza con la utilización de aparatos tecnológicos 
y redes sociales que junto al avance de la tecnología se convirtió en una 
herramienta indispensable para los adolescentes. Asimismo, según el Ministerio de 
la Mujer y Poblaciones Vulnerables (MIMP) en el 2018 informó a través de su 
Plataforma (Acoso Virtual), que entre los meses de febrero y junio se registraron un 
total de 397 alarmas de acoso por redes8, como consecuencia de las prácticas de 
acoso cibernético prevalece la depresión y pensamientos suicidas que pueden 
perjudicar la vida de los adolescentes que no cuentan con medidas necesarias para 
poder enfrentar los problemas que trae consigo el tema tan polémico del 
ciberbullying. Es por ello que en la presente investigación se buscó: Determinar el 
nivel de acoso cibernético en adolescentes mujeres de 2do de secundaria de la 
institución educativa Teresa González de Fanning, Jesús María, por lo que con los 
resultados obtenidos nos va a permitir a los profesionales de enfermería ver como 
intervenir en la lucha de la prevención, actuar en estos temas tan polémicos en la 
actualidad, y es así como para lograr un adecuado resultado en conjunto, se debe 
trabajar de la mano con diferentes profesionales de la salud en beneficio del usuario 
en busca de una salud mental óptima. 
Durante el desarrollo del presente estudio se presentaron las siguientes 
limitaciones, no se encontraron muchas investigaciones peruanas que estudien el 
acoso cibernético, sin embargo, se encontró muchísima bibliografía acerca de 
bases teóricas que explican todo el contexto del ciberbullying, por lo que nos facilitó 
en la redacción de la discusión. Con respecto a la recolección de datos, tuvimos 
que encontrar la manera de acceso a los salones para encuestar a las alumnas 
debido a que por la coyuntura del país existe la prohibición de acceso a los colegios, 
sin embargo, se encontró a colaboradores dentro del colegio, y que por facilidades 
de ex alumnas se pudo recolectar la información, siendo el director y las profesoras 
del plantel facilitadores de la ejecución del estudio. 
Por otro lado, los resultados de la presente investigación en la institución educativa 
Teresa González de Fanning, Jesús María nos presentó un porcentaje de nivel de 
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acoso cibernético en los tres salones de 2do 1, 2do 2 y 2do 12 con un nivel bajo de 
58,18% (32) para el nivel medio un 40,00% (22) y en cuanto al nivel alto con un 
1,82% (1); en cuanto a la primera dimensión de Cibervictimización verbal-escrita, 
con un nivel bajo de 78,18% (43) para el nivel medio un 14,55% (8) y en cuanto al 
nivel alto con un 7,27% (4) para la segunda dimensión de Cibervictimización visual, 
con un nivel bajo de 83,64% (46) para el nivel medio un 9,09% (5) y en cuanto al 
nivel alto con un 7,27% (4) para la tercera dimensión de exclusión online, con el 
nivel bajo de 88,00% (48) para el nivel medio un 18,18% (6) y en cuanto al nivel 
alto con un 1,82% (1) y para la cuarta dimensión de suplantación, con un nivel bajo 
de 92,73% (51) para el nivel medio un 5,45% (3) y en cuanto al nivel alto con un 
1,82% (1). 
Por consecuencia, Sánchez A. en su investigación titulada “Ciberintimidación en 
estudiantes de secundaria asociado a trastornos de sueño en un colegio de Lima- 
Perú diciembre 2018”, realizada en la Universidad Ricardo Palma, se aprecia que 
de los 344 estudiantes de primero a quinto de secundaria obtuvo un nivel alto de 
ciberintimidación. Además de ello se halló una asociación con el trastorno del 
sueño, siendo este estudio realizado con escolares adolescentes de 1ero a 5to, por 
lo contrario, a nuestra investigación nos dio como resultado un nivel bajo de acoso 
cibernético. Asimismo, se refleja al acoso cibernético en todo su contexto 
encontrándose asociado a los efectos como el trastorno de sueño tan relevantes 
que trae consigo el padecimiento de acoso por internet, tal cual lo describe en el 
libro de Sánchez L., Crespo G., Aguilar R.3, titulado Los adolescentes y el 
ciberacoso. Esto se debe a que existen efectos importantes a nivel emocional, 
psicosocial, físico y académico, que trae consigo el padecimiento de ciberbullying. 
Por lo que en el nivel físico encontramos los problemas relacionados al sueño, que 
perjudica a los adolescentes que sufren acoso cibernético. 
Por otra parte, se concuerda con la investigación titulada “Como se desarrollan las 
relaciones interpersonales en el aula y como se generan las conductas agresivas 
en las redes sociales de los estudiantes de sexto grado de primaria de una 
institución de Lima metropolitana”, realizada en la Pontifica Universidad Católica del 
Perú, describiendo que aunque se obtuvo un nivel mínimo en casos de acoso 
cibernético en estudiantes de un salón de sexto de primaria, existe un nivel medio 
con ambiente hostil en el aula debido a que los estudiantes se han dividido en 
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grupos de interacción que fomentan desunión y es así como en algunos casos han 
utilizado las redes sociales para ratificar alguna agresión. Por lo que, se deduce 
que esto se puede convertir en un grave problema ya que los alumnos se 
encuentran propensos y vulnerables hacia cualquier intento de agresión que 
pueden padecer por sus compañeros o por cualquier otra persona extraña, además 
podemos decir que estos alumnos de sexto de primaria pueden sufrir agresiones 
de acoso cibernético tan graves que podrían perjudicar su desempeño en los 
próximos años de estudio. Es por ello que concordando con nuestra investigación 
la cual muestra un nivel bajo de acoso cibernético, pero que al igual que lo 
fundamenta Revilla D. en dicho estudio existe un nivel medio de acoso cibernético 
que describe todo el contexto de casos que se puede evidenciar debido al efecto 
que causa el ciberbullying en el ámbito académico y que puede tener 
consecuencias terribles con el paso de los años. Esto implica que el uso de 
aparatos tecnológicos a edades cada vez más tempranas está dando como 
consecuencia que se evidencie agresiones virtuales y que ahora los chicos en 
puertas a la adolescencia estén involucrados en problemas de ciberbullying. 
Por otro lado, lo que establecen García, Romera y Ortega18 en contraposición a 
nuestro trabajo de investigación, mencionan que los estudiantes de primaria de la 
comunidad Autónoma de Andalucía participaron del Ciberbullying en un alto 
porcentaje y las cifras muestran una prevalencia de 31.2%, mientras nuestros 
resultados muestran que en la I.E Teresa Gonzales de Fanning las estudiantes 
participan del ciberbullying en nivel bajo, sin embargo, existe un nivel medio de 
40,00%. Esto se debe a que existe en el centro educativo situaciones de acoso 
cibernético que se debería de tomar en cuenta para prevenir problemas tan graves 
como son el suicidio y la depresión. 
Asimismo, de acuerdo a la cibervictimización verbal escrita, se encontró que existe 
un nivel bajo en esta dimensión, sin embargo, se evidenció un nivel medio también 
el cual se atribuye a que hay cierta inclinación sobre el padecimiento de este tipo 
de agresión, y que se debe de controlar para prevenir un problema más grave el 
cual deje consecuencias que afecten la salud de las víctimas. De esta manera se 
destaca el estudio de Álvarez21, el cual fundamenta que la mayoría de los casos de 
acoso cibernético se da en el centro educativo, y que se prolonga en el mundo 
digital, por lo que los estudiantes sufren acoso cibernético de manera verbal y 
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escrita. Esto se debe a que los estudiantes se involucran más con la tecnología de 
una manera errada. 
En el contexto de cibervictimización visual, se encontró que existe un nivel bajo en 
esta dimensión, por lo contrario, en lo encontrado en el estudio de Álvarez21, el cual 
indica que el 29% de los estudiantes en alguna ocasión le han subido un video o 
fotos sin autorización, así pues, sintiendo chantaje por algunas personas. Sin 
embargo, en los resultados también se puede apreciar que existe un nivel medio 
en esta dimensión el cual se atribuye a que se tiene que estar alerta ante las 
posibles manipulaciones de los estudiantes de la información que se cuelga en las 
redes sociales, en vista de que esto puede perjudicar la salud en todos los aspectos. 
Respecto a la exclusión online se evidenció que existe un nivel bajo en cuanto al 
padecimiento de dicho tipo de acoso cibernético, en el cual los adolescentes 
manifiestan haber sentido que sin ningún motivo los bloquean o eliminan de redes 
sociales, en contraposición encontramos en la investigación de Álvarez21, que la 
mayoría de los adolescentes en algún momento fueron excluidos de alguna red 
social, esto implica que los estudiantes al estar expuestos a estos procesos de 
rechazo, se ven envueltos en prejuicios que crean en ellos mismos, por lo que se 
tienen pensamientos negativos hacia su propia persona, entonces son situaciones 
que solo un menor no lo puede manejar, es por ello que aquí juega un papel 
fundamental la labor de enfermería. 
Según a la cuarta dimensión tenemos a la suplantación, el cual indica un nivel bajo 
en cuanto a las situaciones vivenciadas por las alumnas, por lo contrario en la 
investigación de Montoya41, el cual manifiesta un índice alto de estudiantes que 
sintieron que se hicieron pasar por ellos en algunas de sus redes sociales, dando 
como consecuencia un malestar en su persona, esto implica que si bien es cierto 
existe un bajo porcentaje de suplantación en dichos salones encuestados, también 
es indispensable la realización del seguimiento a los padres de familia para el 
monitoreo oportuno que se le debe asignar a los adolescentes que se encuentren 
en riesgo, cabe recalcar que es positivo no encontrar alto porcentaje de 
suplantación, por lo que es importante que se le dé significancia en el modo de 
utilización que se da a la tecnología en casa. 
En el mismo contexto, los resultados de esta investigación guardan relación con lo 
que establece Bravo17 y Clemente20, que el Ciberbullying es un nuevo estilo de 
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violencia más grave que se difunde de manera rápida y amplia entre los jóvenes y 
que necesita un estudio más profundo del tema para evitar que este tipo de 
conflictos deje problemas psicológicos en los estudiantes que sufren este tipo de 
agresión. 
Además, como refiere Sánchez, Crespo, Aguilar, Bueno, Alexandre y Valderrama3, 
la crueldad con la que muchas veces actúan los jóvenes con el Ciberbullying no 
tiene límites, ya que muchas veces actúan de manera anónima escondiéndose tras 
una pantalla para provocar contra su víctima todo tipo de humillaciones hasta en el 
peor de los casos intentan atentar contra su vida. 
Por otro lado, Hildegart Peplau22 en su teoría de las relaciones interpersonales 
manifiesta la importancia de entender la conducta humana, analizar qué problemas 
presentan estos jóvenes que lo manifiestan a través de la violencia, no solo siendo 
participes de estos actos sino también observando y callando este tipo de 
agresiones por miedo o vergüenza. En este trabajo de investigación se mantiene la 
postura de nuestra teórica de enfermería, la cual nos permite explicar en qué modo 
una enfermera debe estar preparada en primer lugar ella misma para poder ayudar 
a otros a resolver sus problemas, vemos que en consecuencia el ciberbullying tiene 
significancia en cuanto al pensamiento de la víctima y que las situaciones vividas 
pueden perjudicar su estabilidad, ya que el pensamiento de las personas reflejan 
mucho en los actos que se realicen y se tiene que tomar en cuenta más ahora que 
se encuentran en una edad muy vulnerable. 
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VI. CONCLUSIONES
1. El nivel de acoso cibernético que tienen las estudiantes encuestadas de los tres
salones correspondientes; 2do 1, 2do 2 y 2do 12 de la Institución Educativa
Teresa González de Fanning en su mayoría es un nivel bajo.
2. En cuanto al nivel de cibervictimización verbal-escrita, se encontró que la
mayoría de las estudiantes presentaron un nivel bajo en la primera dimensión,
un grupo menor presentó un nivel medio y en un grupo mínimo se halló un nivel
alto.
3. Para el nivel de cibervictimización visual, se encontró que la mayoría de las
estudiantes presentaron un nivel bajo en la segunda dimensión, en un grupo
menor se evidenció un nivel medio y en un grupo mínimo se halló un nivel alto.
4. En relación al nivel de exclusión online, se encontró que la mayoría de las
estudiantes presentaron un nivel bajo en la tercera dimensión, en un grupo
menor se evidenció un nivel medio y en un grupo más pequeño se halló un nivel
alto.
5. Con respecto al nivel de suplantación, se encontró que la mayoría de las
estudiantes presentaron un nivel bajo en la cuarta dimensión, en menor




1. Se recomienda realizar más investigaciones sobre la variable ciberbullying, a
los futuros investigadores de enfermería, dado que en el Perú existe poca
información sobre esta problemática, el cual no se debe dejar de lado ya que
resulta una amenaza sobre la salud mental de los adolescentes, de la misma
manera se recomienda trabajar con una población y muestra más grandes,
debido a que así se podrá dar resultados de una manera en la cual se
involucren las víctimas, agresores y espectadores.
2. Desarrollar talleres, sesiones educativas con los padres de familia en colegios,
de esta manera presentarles las situaciones en el cual un adolescente está
involucrado en cibervictimización verbal-escrita concientizarlos en los efectos y
consecuencias que trae consigo el ciberbullying, a su vez indicarles que la
comunicación en el hogar es indispensable para tener un adecuado vínculo
familiar, así también orientarlos a tener una planificación en cuanto al acceso
que le dan a sus hijos con los aparatos tecnológicos y como llevar con cuidado
la tecnología.
3. Al Ministerio de Educación, que implemente consultorios de enfermería en los
colegios para que los estudiantes puedan ser escuchados no sólo sobre
problemas de salud física sino también psicológicos, para la orientación
oportuna de situaciones en la cual se vea involucrado la cibervictimización
visual, que se proyecte en los alumnos una confianza de relatar sus problemas
al profesional de la salud que está debidamente capacitado en este ámbito,
para que así no tengan miedo o su autoestima se vea afectado.
4. Al Ministerio de la Mujer y Poblaciones Vulnerables (MIMP) que siga apoyando
a las personas a través de su Plataforma (Acoso Virtual), no solo con asesorías
psicológicas sino con seguimientos especializados en exclusión online y
suplantación de identidad en la cual se identifique a las personas involucradas
en ciberbullying a tiempo, por lo que se podría invitar a la participación no solo
de agentes especializados en informática sino involucrar a los profesionales de
la salud, ya que ellos están en constante contacto directo con los adolescentes
y así pues se podrá evitar que sufren de este tipo de violencia y vuelvan a ser
agredidas de esta manera.
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5. A los docentes de colegios Nacionales y privados, que creen un espacio en sus
horarios de clases correspondientes al área de tutoría para conversar sobre
estos temas con sus alumnos y de esta manera poder escucharlos detectando
a tiempo este tipo de agresiones entre ellos, o si en caso otros estén
acosándolos en las redes, buscar ayuda con los padres de familia o algún
profesional de la salud.
6. Se recomienda al tutor y la plana docente del 2do 1, tener un mayor seguimiento
de las estudiantes, ya que, la mayoría de las alumnas presentaron un nivel
medio de ciberbullying, y de la misma manera en la dimensión
cibervictimización verbal-escrita, es por ello que se recomienda llevar a cabo
un control, planes, proyectos y estrategias de mejora a nivel de salón,
trabajando aún más en la prevención el cual tengan presente la concientización
de las alumnas y de los padres de familia en el proceso de socialización que se
establece en la utilización de los aparatos tecnológicos y el mundo de las redes
sociales, que involucra todo el contexto del ciberbullying, por lo que con esto se
podrá reducir las terribles consecuencias que afectan la salud mental de las
estudiantes adolescentes.(Ver anexo 8)
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Anexo 1: Cuadro de Operacionalización 
Variable Definición conceptual 
Definición 
operacional 
Dimensiones Indicadores ítems Escala de medición 
Acoso 
cibernético 
El ciberacoso o 
acoso cibernético es 
la utilización de las 
nuevas plataformas 
digitales, por medio 
del cual se 
incrementa el 
hostigamiento, 
intimidación  e 
insultos.2
El ciberacoso será 
medido a partir de las 
puntuaciones 
obtenidas en  el 
cuestionario  de 
cibervictimización de 
26 ítems planteado 
por Álvarez, Dobarro 
y Núñez (2015). las 
categorías son: baja 
(26-29), media (30- 









• Denigración y 
difamación
• Ciberpersecución
• Desvelamiento y 
sonsacamiento
• Paliza feliz o happy
slapping
• Exclusión
• Rechazar de un chat
o red social.




chat o red social, con
la intención de hacer
daño.
2, 8, 10, 11, 13, 15, 
17, 19, 21, 23, 26 
4, 7, 9, 14, 20 
6, 3, 18, 22 










2= pocas veces, 
3= muchas veces y 
4= siempre 
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Determinar el nivel del acoso 
cibernético en adolescentes 
mujeres del 2do de secundaria de la 
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Objetivos Específicos: 
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cibervictimización verbal escrita en
adolescentes mujeres del 2do de
secundaria de la institución
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cibervictimización visual en 
adolescentes mujeres del 2do de 
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online en adolescentes mujeres del
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Anexo 3: Ficha Técnica del instrumento 
Ficha técnica del instrumento de Cibervictimización 
Nombre: Cuestionario de Cibervictimización 
Autor Original: Álvarez D., Núñez J., Dabarro A. (2015) 
Procedencia: España 
Propósito: Diseñado para evaluar en qué medida el 
estudiante es víctima de agresiones a 
través del teléfono móvil o internet. 
Lugar de Aplicación: Institución educativa secundaria 
Forma de aplicación: Individual y Colectiva 
Duración de aplicación: 15 min. 
Calificación: Permite obtener una puntuación global 




Cibervictimización verbal escrita 
• Insultos electrónicos
• Hostigamiento
• Denigración y difamación
• Ciberpersecución
Cibervictimización visual
• Desvelamiento y sonsacamiento
• Paliza feliz o happy slapping
Exclusión online
• Exclusión
• Rechazar de un chat o red social.
• Excluir de algún chat o red social.
Suplantación
• Suplantar la identidad de algún chat o red
social, con la intención de hacer daño.
Escala y valores: 1= nunca, 
2= pocas veces, 
3= muchas veces y 
4= siempre 
Niveles: Para este cuestionario son: baja 
(26-29), media (30-47) y alta (48 a más). 
Anexo 4: Instrumento de recolección de datos 
Anexo 5: Carta de presentación 
Anexo 6: Carta de Autorización 
Anexo 7: Consentimiento informado 

Anexo 8: Gráficos por cada salón. 
Gráfico N°1 
Nivel de Acoso cibernético en el 2do 1 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el 
nivel de acoso cibernético en el salón de 2do 1, donde se evidenció que para 
el nivel bajo existe un 42,86%, para el nivel medio un 50,00% y en cuanto al 
nivel alto con un 7,14%. 
Gráfico N°2 
Nivel de cibervictimización verbal-escrita en el 2do 1 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el 
nivel de cibervictimización verbal-escrita en el salón de 2do 1, donde se 
evidenció que para el nivel bajo existe un 35,71%, para el nivel medio un 
50,00% y en cuanto al nivel alto con un 14,29%. 
Gráfico N°3 
Nivel de cibervictimización visual en el 2do 1 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el 
nivel de cibervictimización visual en el salón de 2do 1, donde se evidenció 
que para el nivel bajo existe un 71,43%, para el nivel medio un 21,43% y en 
cuanto al nivel alto con un 7,14%. 
Gráfico N°4 
Nivel de exclusión online en el 2do 1 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el 
nivel de exclusión online en el salón de 2do 1, donde se evidenció que para 
el nivel bajo existe un 71,43%, para el nivel medio un 21,43% y en cuanto 
al nivel alto con un 7,14%. 
Gráfico N°5 
Nivel de suplantación en el 2do 1 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el 
nivel de suplantación en el salón de 2do 1, donde se evidenció que para el 
nivel bajo existe un 64,29%, para el nivel medio un 28,57% y en cuanto al 
nivel alto con un 7,14%. 
Gráfico N°6 
Nivel de Acoso cibernético en el 2do 2 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el 
nivel de acoso cibernético en el salón de 2do 2, donde se evidenció que para 
el nivel bajo existe un 65,00%, para el nivel medio un 20,00% y en cuanto al 
nivel alto con un 15,00%. 
Gráfico N°7 
Nivel de cibervictimización verbal-escrita en el 2do 2 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el 
nivel de cibervictimización verbal-escrita en el salón de 2do 2, donde se 
evidenció que para el nivel bajo existe un 65,00%, para el nivel medio un 
30,00% y en cuanto al nivel alto con un 5,00% 
Gráfico N°8 
Nivel de cibervictimización visual en el 2do 2 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el 
nivel de cibervictimización visual en el salón de 2do 2, donde se evidenció 
que para el nivel bajo existe un 65,00%, para el nivel medio un 20,00% y en 
cuanto al nivel alto con un 15,00%. 
Gráfico N°9 
Nivel de exclusión online en el 2do 2 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el nivel 
de exclusión online en el salón de 2do 2, donde se evidenció que para el nivel 
bajo existe un 70,00%, para el nivel medio un 15,00% y en cuanto al nivel alto 
con un 15,00%. 
Gráfico N°10 
Nivel de suplantación en el 2do 2 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el nivel 
de suplantación en el salón de 2do 2, donde se evidenció que para el nivel 
bajo existe un 80,00%, para el nivel medio un 15,00% y en cuanto al nivel alto 
con un 5,00%. 
Gráfico N°11 
Nivel de Acoso cibernético en el 2do 12 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el nivel 
de acoso cibernético en el salón de 2do 12, donde se evidenció que para el 
nivel bajo existe un 61,90%, para el nivel medio un 33,33% y en cuanto al nivel 
alto con un 4,76%. 
Gráfico N°12 
Nivel de cibervictimización verbal-escrita en el 2do 12 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el 
nivel de cibervictimización verbal-escrita en el salón de 2do 12, donde se 
evidenció que para el nivel bajo existe un 28,57%, para el nivel medio un 
52,38% y en cuanto al nivel alto con un 19,05%. 
Gráfico N°13 
Nivel de cibervictimización visual en el 2do 12 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el nivel 
de cibervictimización visual en el salón de 2do 12, donde se evidenció que 
para el nivel bajo existe un 71,43%, para el nivel medio un 19,05% y en cuanto 
al nivel alto con un 9,52%. 
Gráfico N°14 
Nivel de exclusión online en el 2do 12 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el 
nivel de exclusión online en el salón de 2do 12, donde se evidenció que para 
el nivel bajo existe un 42,86%, para el nivel medio un 38,10% y en cuanto al 
nivel alto con un 19,05%. 
Gráfico N°15 
Nivel de suplantación en el 2do 12 
Fuente: cuestionario de cibervictimización Álvarez D., Núñez J., Dabarro A. (2015) 
Interpretación: 
En el presente esquema se puede apreciar los resultados obtenidos en el 
nivel de suplantación en el salón de 2do 12, donde se evidenció que para 
el nivel bajo existe un 80,95%, para el nivel medio un 14,29% y en cuanto 
al nivel alto con un 4,76%. 
Anexo 9: Evidencias en la recolección de datos 
Foto 1 
Nos presentamos ante las 
alumnas y profesoras del 
salón. 
Foto 2 
Explicación del tema de 
investigación 
Foto 3 
Sustentamos un pequeño 
preámbulo para después dar 
la explicación del 
instrumento 
