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IP: Es aquel conjunto de números únicos e irrepetibles los cuales identifican a un 
dispositivo para poder conectarse a Internet, entre estos está dispositivos 
electrónicos como computadores, celulares y demás dispositivos. 
Red: Son aquellos elementos que cuentan con características comunes y están 
interconectados a través de un medio físico para el tráfico de datos. 
Switch: Este componente se emplea para conectar diversos dispositivos dentro de 
una red, con el fin de que haya una interconexión entre los diferentes equipos. 
Router: Son aquellos componentes para el envío y recepción de datos sobre las 
redes informáticas, ya que estos elementos permiten el mejoramiento en el acceso 
a Internet o diseñar redes empresariales. 
CCNP: Es la certificación de Cisco para profesionales de TI con al menos un año 
de experiencia en redes profesionales. 
OSPF: Es una familia de los protocolos de ruteo utilizado para distribuir la 
información IP a través de un sistema autónomo. 
EIGRP: Es un protocolo de puerta de enlace interior que escala bien y proporciona 
tiempos de convergencia extremadamente rápidos con tráfico de red mínimo. 
VTP: Protocolo encargado de establecer un switch con el rol de server y 
propagarse hacia las VLANs configuradas como clientes. 
HOST: Hace referencia a los equipos de cómputo que pueden comportarse como 
clientes, servidores o simplemente una computadora, estos tienen identificadores 
únicos para evidenciar el equipo en el que se está trabajando. 
LACP: son los protocolos usados para poder conformar los enlaces eth-trunk y así 










En el siguiente trabajo se evidencia la aplicación de los conocimientos adquiridos 
durante el desarrollo de los laboratorios correspondientes del Networking, donde 
por medio de dos escenarios propuestos basados en la implementación de 
entornos reales de trabajo se realiza la configuración y enrutamiento de los 
diferentes dispositivos de CISCO basados en los lineamientos del 
direccionamiento IPv4, empleando las familias de OSPF con los protocolos 
Lookback para la serie de enrutadores y la configuración del protocolo EIGRP, 
todo correspondiente al primer escenario; mientras que el segundo escenario se 
emplea los protocolos VTP para las redes VLAN configuradas de acuerdo a los 
requerimientos de la guía para poder aprovechar toda la red y así emplear los 
protocolos adecuados para el funcionamiento de los dispositivos y la seguridad de 
los datos. 
 





The following work shows the application of the knowledge acquired during the 
development of the corresponding Networking laboratories, where by means of two 
proposed scenarios based on the implementation of real work environments, the 
configuration and routing of the different CISCO devices based on the IPv4 
addressing guidelines, using the OSPF families with the Lookback protocols for the 
router series and the configuration of the EIGRP protocol, all corresponding to the 
first scenario; The second scenario uses the VTP protocols for the VLANs 
configured according to the requirements of the guide in order to take advantage of 
the entire network and thus use the appropriate protocols for the operation of the 
devices and data security. 
 







La comunicación entre los diferentes elementos que componen una red, se basa 
en la adecuada configuración de estos para que toda la información que sea 
manejada a través de los dispositivos, viaje de manera satisfactoria hacia el 
destino final, por lo que las diferentes topologías que son implementadas en las 
empresas cuentan con una estructura organizada para todo el tráfico de datos. 
En el siguiente trabajo se emplearán dos escenarios, en el primero redes de 
enrutadores para trabajar con los protocolos específicos bajo las instrucciones 
específicas y el segundo escenario se implementa una topología de red con las 
configuraciones respectivas, todo esto empleado a través del software Packet 
Tracer proporcionado por Cisco. 
Se construirá un escenario de una red con un área OSPF y un área EIGRP, 
siendo el objetivo final que entre los routers se puedan distribuir las rutas de cada 
área obteniendo adyacencia de cada uno. 
Se utilizará comandos IOS para la configuración de routers con direccionamiento 
IPv4 e IPv6 son implementados para soluciones de red escalables, empleando los 




























Ilustración 2. Red en Packet Tracer. 
 
 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords 
en los routers. Configurar las interfaces con las direcciones que se 
muestran en la topología de red. 
R1 
Router>enable    //Ingreso a modo privilegiado 
Router#configure terminal   //Cambia a modo configuración 
Router(config)#hostname R1          Este comando asigna una etiqueta al 
dispositivo 
R1(config)#no ip domain-lookup  //Habilita la traducción de nombre a dirección de 
host basada en DNS.  
R1(config)#int se0/0/0        //Ingresa a la Interfaz Serial 0/0/0 
R1(config-if)#ip address 150.20.15.1 255.255.255.0   //Asigna la dirección Ip a 
S0/0/0 
R1(config-if)#clock rate 64000    //Asigna frecuencia de reloj 
R1(config-if)#no shutdown         //Activa Interfaz S0/0/0 
R1(config-if)#exit                 //salir de modo Configuración 
R1(config)#router ospf 1     //Ingreso a la configuración OSPF 
R1(config-router)#network 150.20.15.0 0.0.0.255 area 150 //Asigna Red y Area. 
R1(config-router)#exit //sale de modo Configuración 
 
R2 
Router>enable    //Se cambia al modo privilegiado 
Router#configure terminal   //Cambia a modo configuración 
Router(config)#hostname R2    // asigna una etiqueta al dispositivo 
R2(config)#no ip domain-lookup  //Habilita la traducción de nombre a dirección de 
host basada en DNS.  
R2(config)#int se0/0/0   //Ingresa a la Interfaz Serial 0/0/0 
R2(config-if)#ip address 150.20.15.2 255.255.255.0   //Asigna la dirección Ip a 
S0/0/0 
R2(config-if)#no shutdown          //Activa Interfaz S0/0/0 
R2(config-if)#int se0/0/1    //Ingresa a la Interfaz Serial 0/0/1 
R2(config-if)#ip address 150.20.20.1 255.255.255.0 //Asigna la dirección Ip a 
S0/0/1 
R2(config-if)#clock rate 64000 //Asigna frecuencia de reloj 
R2(config-if)#no shutdown    //Activa Interfaz S0/0/1 
R2(config-if)#exit     //Sale de modo de configuración 
R2(config)#router ospf 1  //Ingreso a la configuración OSPF 
R2(config-router)#network 150.20.20.0 0.0.0.255 area 150 //Asigna Red y Area. 
R2(config-router)#network 150.20.15.0 0.0.0.255 area 150 //Asigna Red y Area. 




Router>enable    //Se cambia al modo privilegiado 
Router#configure terminal   //Cambia a modo configuración 
Router(config)#hostname R3     // asigna una etiqueta al dispositivo 
R3(config)#no ip domain-lookup //Habilita la traducción de nombre a dirección de 
host basada en DNS.  
R3(config)#int se0/0/0      //Ingresa a la Interfaz Serial 0/0/0 
R3(config-if)#ip address 150.20.20.2 255.255.255.0   //Asigna la dirección Ip a 
S0/0/0 
R3(config-if)#no shutdown              //Activa Interfaz S0/0/0 
R3(config-if)#exit    //Sale de modo de Configuración 
R3(config)#int se0/0/1   //Ingresa a la Interfaz Serial 0/0/1 
R3(config-if)#ip address 80.50.42.2 255.255.255.0 //Asigna la dirección Ip a S0/0/1 
R3(config-if)#no shutdown  //Activa Interfaz S0/0/1 
R3(config-if)#exit  //Sale de modo de configuración 
R3(config)#router ospf 1  //Ingreso a la configuración OSPF 
R3(config-router)#network 150.20.20.0 0.0.0.255 area 150 //Asigna Red y Area. 
R3(config-router)#exit  //Sale de modo de configuración 
R3(config)#router eigrp 51  //Ingresa a la configuración EIGRP 
R3(config-router)#network 80.50.42.0 0.0.0.255  //Asigna Red 
R3(config-router)#exit  //Sale de modo de configuración 
 
R4 
Router>enable    //Se cambia al modo privilegiado 
Router#configure terminal   //Cambia a modo configuración 
Router(config)#hostname R4 //Asigna etiqueta a Router 
R4(config)#no ip domain-lookup //Habilita la traducción de nombre a dirección de 
host basada en DNS.  
R4(config)#int se0/0/0 //Ingresa a Interfaz S0/0/0 
R4(config-if)#ip address 80.50.42.1 255.255.255.0 //Asigna IP a interfaz S0/0/0 
R4(config-if)#clock rate 64000  //Asigna Frecuencia de Reloj 
R4(config-if)#no shutdown   //Activa Interfaz S0/0/0 
R4(config-if)#exit  //Sale de modo de configuración 
R4(config)#int se0/0/1 //Ingresa Interfaz Serial 0/0/1 
R4(config-if)#ip address 80.50.30.2 255.255.255.0 //Asigna IP a interfaz S0/0/1 
R4(config-if)#no shutdown //Activa interfaz S0/0/1 
R4(config-if)#exit 
R4(config)#router eigrp 51 //Ingresa modo de configuracion EIGRP 
R4(config-router)#network 80.50.30.0 0.0.0.255  //Asigna Red 




Router>enable    //Se cambia al modo privilegiado 
Router#configure terminal   //Cambia a modo configuración 
Router(config)#hostname R5 //Asigna nombre a Router 
R5(config)#no ip domain-lookup 
R5(config)#int se0/0/0 
R5(config-if)#ip address 80.50.30.1 255.255.255.0 //Asigna IP a interfaz S0/0/0 
R5(config-if)#clock rate 64000  //Asigna Frecuencia de Reloj 
R5(config-if)#no shutdown  //Activa Interfaz S0/0/0 
R5(config-if)#exit 
R5(config)#router eigrp 51  //Ingresa modo configuración EIGRP 
R5(config-router)#network 80.50.30.0 0.0.0.255  //Asigna Red 
R5(config-router)#exit 
Como se pudo observar, en la creación del OSPF y EIGRP se agregaba una red 
correspondiente al direccionamiento de cada ruta. 
 
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación 
de direcciones 20.1.0.0/22 y configure esas interfaces para participar en el 
área 150 de OSPF. 
R1#configure terminal   // Se Cambia a modo Configuración 
R1(config)#int loopback 0 //Ingresa interfaz loopback 0  
R1(config-if)#ip address 20.1.0.5 255.255.252.0 //Asigna IP a  loopback 0 
R1(config-if)#exit 
R1(config)#int loopback 1 //Ingresa interfaz loopback 1 
R1(config-if)#ip address 20.1.1.5 255.255.252.0 //Asigna IP loopback 1 
R1(config-if)#exit 
R1(config)#int loopback 2 //Ingresa interfaz loopback 2 
R1(config-if)#ip address 20.1.2.5 255.255.252.0 //Asigna IP loopback 2 
R1(config-if)#exit 
R1(config)#int loopback 3 //Ingresa interfaz loopback 3 
R1(config-if)#ip address 20.1.3.5 255.255.252.0 //Asigna IP loopback 3 
R1(config-if)#exit 
R1(config)#router ospf 1 //Ingresa modo Configuración OSPF 
R1(config-router)#network 20.1.0.0 0.0.0.255 area 150 //Asigna Red y Area 
R1(config-router)#network 20.1.1.0 0.0.0.255 area 150 //Asigna Red y Area 
R1(config-router)#network 20.1.2.0 0.0.0.255 area 150 //Asigna Red y Area 
R1(config-router)#network 20.1.3.0 0.0.0.255 area 150 //Asigna Red y Area 
R1(config-router)#exit 
Como se pudo observar, por cada loopback se agregaba la red al opsf del router. 
 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación 
de direcciones 180.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 51. 
R5#configure terminal              //Se cambia a modo configuración 
R5(config)#int loopback 0   // Se ingresa a interface Loopback 
R5(config-if)#ip address 180.5.0.5 255.255.252.0 //Se asigna la dirección IP y 
la máscara. 
R5(config-if)#exit 
R5(config)#int loopback 1   // Se ingresa a interface Loopback 
R5(config-if)#ip address 180.5.1.5 255.255.252.0 //Se asigna la dirección IP y 
la máscara. 
R5(config-if)#exit 
R5(config)#int loopback 2   // Se ingresa a interface Loopback 
R5(config-if)#ip address 180.5.2.5 255.255.252.0 //Se asigna la dirección IP y 
la máscara. 
R5(config-if)#exit 
R5(config)#int loopback 3   // Se ingresa a interface Loopback 
R5(config-if)#ip address 180.5.3.5 255.255.252.0 //Se asigna la dirección IP y 
la máscara. 
R5(config-if)#exit 
R5(config)#router eigrp 51 
R5(config-router)#network 180.5.0.0 0.0.0.255  //Se identifica el router 
R5(config-router)#network 180.5.1.0 0.0.0.255  //Se identifica el router 
R5(config-router)#network 180.5.2.0 0.0.0.255  //Se identifica el router 
R5(config-router)#network 180.5.3.0 0.0.0.255  //Se identifica el router 
R5(config-router)#exit 
 
Como se pudo observar, por cada loopback se agregaba la red al eigrp del 
router. 
 
4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
 
Ilustración 3. Tabla de enrutamiento R3. 
 
 
Como se puede observar en la tabla de enrutamiento de R3 se tiene las interfaces 
de los Loopback de R1 y R5. 
 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
80000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20000 microsegundos de retardo. 
R3#conf t                                                             // Se cambia a modo configuración 
R3(config)#router ospf 1  //Ingresa modo configuración OSPF 
R3(config-router)#redistribute eigrp 51 metric 80000 subnets  //Incluye rutas 
estáticas en sus actualizaciones de EIGRP a otros Routers 
R3(config-router)#exit 
R3(config)#router eigrp 51 
R3(config-router)#redistribute ospf 1 metric 1544 20000 255 255 1500 
R3(config-router)#exit 
Como se puede observar, se ingresa al OSFP y se hace la redistribución de las 
rutas EIGRP correspondiente, y así mismo con el ingreso en EIGRP.  
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen 
en su tabla de enrutamiento mediante el comando show ip route. 
 
Ilustración 4. Verificación R5. 
e  
Ilustración 5. Verificación R5. 
 
 
Como se puede observar en las tablas de enrutamiento de R1 y R5, las rutas de 











Ilustración 6. Implementación en Packet Tracer 
 
 
Parte 1: Configurar la red de acuerdo con las especificaciones. 
a. Apagar todas las interfaces en cada switch 





Switch>enable    //Ingresa modo Privilegiado 
Switch#configure terminal  //Ingresa modo configuracion 
Switch(config)#interface range fa0/1-24 //Ingresa rango de interfaz fasthethernet 1- 
24 
Switch(config-if-range)#shutdown //Activa rango de interfaces 
Switch DLS2 
Switch>enable                     //Ingresa modo Privilegiado 
Switch#configure terminal   //Ingresa modo configuracion 
Switch(config)#interface range fa0/1-24 
Switch(config-if-range)#shutdown 
Switch ALS1 
Switch>enable                     //Ingresa Modo Privilegiado 
Switch#configure terminal    //Ingresa modo Configuración 
Switch(config)#interface range fa0/1-24   // Ingresa en rango de interfaces 
Switch(config-if-range)#shutdown 
Switch ALS2 
Switch>enable                     //Ingresa Modo Privilegiado 
Switch#configure terminal    //Ingresa modo Configuración 
Switch(config)#interface range fa0/1-24    //Ingresa en rango de interfaces 
Switch(config-if-range)#shutdown 
 
b. Asignar un nombre a cada switch acorde con el escenario establecido. 
Luego se asignan los respectivos nombres en la configuración del switch y se 
cambia el hostname en cada uno de acuerdo al nombre del escenario. 
Switch DLS1 
Switch#configure terminal             //Ingresa modo configuración 
Switch(config)#hostname DLS1    //Asigna nombre a Switch 
DLS1(config)# 
Switch DLS2 
Switch#configure terminal             //Ingresa modo configuración 




Switch#configure terminal  //Ingresa a modo de configuracion 
Switch(config)#hostname ALS1 //Asigna nombre a Switch 
ALS1(config)# 
Switch ALS2 
Switch#configure terminal           //Ingresa a modo de configuración 
Switch(config)#hostname ALS2  //Asigna nombre a Switch 
ALS2(config)# 
 
c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
LACP. Para DLS1 se utilizará la dirección IP 10.20.20.1/30 y para DLS2 
utilizará 10.20.20.2/30. 
Se realiza la conexión entre DLS1 y DLS2. 
Switch DLS1 
DLS1>enable //Ingresa a modo Privilegiado 
DLS1#configure terminal  //Ingresa a modo de configuración 
DLS1(config-if)#interface range fa0/11-12 
DLS1(config-if-range)#channel-protocol lacp  //Crea Estándar de Ethenet 
DLS1(config-if-range)#channel-group 12 mode active  //Crea la interfaz de canal 
de puertos 
DLS1(config-if-range)# interface port-channel 12 //Ingresa al modo de 
configuracion de interfaz de canal de puertos 
DLS1(config-if)#description PO12 etherchannel (LACP) //Describe la interfaz de 




DLS2>enable //Ingresa a modo Privilegiado 
DLS2#configure terminal //Ingresa a modo de configuración 
DLS2(config-if)#interface range fa0/11-12 
DLS2(config-if-range)#channel-protocol lacp  //Crea Estándar de Ethenet 
DLS2(config-if-range)#channel-group 12 mode active //Crea la interfaz de canal de 
puertos 
DLS2(config-if-range)# interface port-channel 12 //Ingresa al modo de 
configuracion de interfaz de canal de puertos 
DLS2(config-if)#description PO12 etherchannel (LACP) //Describe la interfaz de 
canal de puertos 
Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
Luego se realiza la configuración para cada uno de los 4 switches. 
Switch DLS1 
DLS1#configure terminal    //Se cambia a modo configuración 
DLS1(config)#interface range fa0/7-8  //Se realiza selección del rango de 
interfaces 
DLS1(config-if-range)#channel-protocol lacp //Crea Estándar de Ethenet 
DLS1(config-if-range)#channel-group 1 mode active //Crea la interfaz de canal de 
puertos 
DLS1(config-if-range)#interface port-channel 1 //Ingresa al modo de configuracion 
de interfaz de canal de puertos 
DLS1(config-if)#description PO1 etherchannel (LACP) //Describe la interfaz de 




DLS2#configure terminal      //Se cambia a modo configuración 
DLS2(config)#interface range fa0/7-8  //Se realiza selección del rango de 
interfaces 
DLS2(config-if-range)#channel-protocol lacp //Crea Estándar de Ethenet 
DLS2(config-if-range)#channel-group 2 mode active //Crea la interfaz de canal de 
puertos 
DLS2(config-if-range)#interface port-channel 2 //Ingresa al modo de configuración 
de interfaz de canal de puertos 
DLS2(config-if)#description PO2 etherchannel (LACP) //Describe la interfaz de 
canal de puertos 
 
Switch ALS1 
ALS1#configure terminal     //Se cambia a modo configuración 
ALS1(config)#interface range fa0/7-8  //Se realiza selección del rango de 
interfaces 
ALS1(config-if-range)#channel-protocol lacp //Crea Estándar de Ethenet 
ALS1(config-if-range)#channel-group 1 mode active //Crea la interfaz de canal de 
puertos 
ALS1(config-if-range)#interface port-channel 1 //Ingresa al modo de configuracion 
de interfaz de canal de puertos 
ALS1(config-if)#description PO1 etherchannel (LACP) //Describe la interfaz de 




ALS2#configure terminal     //Se cambia a modo configuración 
ALS2(config)#interface range fa0/7-8  //Se realiza selección del rango de 
interfaces 
ALS2(config-if-range)#channel-protocol lacp //Crea Estándar de Ethenet 
ALS2(config-if-range)#channel-group 2 mode active //Crea la interfaz de canal de 
puertos 
ALS2(config-if-range)#interface port-channel 2 //Ingresa al modo de configuracion 
de interfaz de canal de puertos 
ALS2(config-if)#description PO2 etherchannel (LACP) //Describe la interfaz de 
canal de puertos 
 
2) Los Port-channels en las interfaces F0/9 y Fa0/10 utilizará PAgP. 
 
Switch DLS1 
DLS1#configure terminal  //Se cambia a modo configuración 
DLS1(config)#interface range FA0/9-10  //Se realiza selección del rango de 
interfaces 
DLS1(config-if-range)#channel-protocol pagp //Crea Estándar de Ethenet 
DLS1(config-if-range)#channel-group 4 mode desirable 
DLS1(config-if-range)#interface port-channel 4 //Ingresa al modo de configuracion 
de interfaz de canal de puertos 
DLS1(config-if)#description PO4 etherchannel (PAgP) //Describe la interfaz de 




DLS2#configure terminal      //Se cambia a modo configuración 
DLS2(config)#interface range FA0/9-10  //Se realiza selección del rango de 
interfaces 
DLS2(config-if-range)#channel-protocol pagp //Crea Estándar de Ethenet 
DLS2(config-if-range)#channel-group 3 mode desirable 
DLS2(config-if-range)#interface port-channel 3 //Ingresa al modo de configuracion 
de interfaz de canal de puertos 
DLS2(config-if)#description PO3 etherchannel (PAgP) //Describe la interfaz de 




ALS1#configure terminal     //Se cambia a modo configuración 
ALS1(config-if)#interface range fas0/9-10 //Se realiza selección del rango de 
interfaces 
ALS1(config-if-range)#channel-protocol pagp //Crea Estándar de Ethenet 
ALS1(config-if-range)#channel-group 3 mode desirable //Crea la interfaz de canal 
de puertos 
ALS1(config-if-range)#interface port-channel 3 //Ingresa al modo de configuracion 
de interfaz de canal de puertos 
ALS1(config-if)#description PO3 etherchannel (PAgP) //Describe la interfaz de 




ALS2#configure terminal    //Se cambia a modo configuración 
ALS2(config-if)#interface range fas0/9-10  //Se realiza selección del rango de 
interfaces 
ALS2(config-if-range)#channel-protocol pagp //Crea Estándar de Ethenet 
ALS2(config-if-range)#channel-group 4 mode desirable //Crea la interfaz de canal 
de puertos 
ALS2(config-if-range)#interface port-channel 4 //Ingresa al modo de configuracion 
de interfaz de canal de puertos 
ALS2(config-if)#description PO4 etherchannel (PAgP) //Describe la interfaz de 
canal de puertos 
 
3) Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN 
nativa. 
Luego se los puertos en cada uno de los switches. 
Switch DLS1 
DLS1(config)#interface range fa0/7-12  //Se realiza selección del rango de 
interfaces 
DLS1(config-if-range)#description PO1 etherchannel (LACP) 
DLS1(config-if-range)#switchport trunk native vlan 500 //Configura el ID de la Vlan 
Nativa 




DLS2(config)#interface range fa0/7-12  //Se realiza selección del rango de 
interfaces 
DLS2(config-if-range)#description PO2 etherchannel (LACP) 
DLS2(config-if-range)#switchport trunk native vlan 500 //Configura el ID de la Vlan 
Nativa 





ALS1(config)#interface range fa0/7-12  //Se realiza selección del rango de 
interfaces 
ALS1(config-if-range)#description PO1 etherchannel (LACP) 
ALS1(config-if-range)#switchport trunk native vlan 500 //Configura el ID de la Vlan 
Nativa 





ALS2(config)#interface range fa0/7-12  //Se realiza selección del rango de 
interfaces 
ALS2(config-if-range)#description PO2 etherchannel (LACP) 
ALS2(config-if-range)#switchport trunk native vlan 500 //Configura el ID de la Vlan 
Nativa 
ALS2(config-if-range)#channel-group 2 mode active //Crea la interfaz de canal de 
puertos 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3. 
 
1. Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
Se implementa el dominio cisco con la contraseña respectiva para la configuración 
del DLS1, ALS1 y ALS2. 
 
Switch DLS1 
DLS1#conf t        //Se cambia a modo configuración 
DLS1(config)#vtp version 2  //Crea el protocol VTP version 2 
DLS1(config)#vtp domain CISCO 
DLS1(config)#vtp password ccnp321 





ALS1#conf t           //Se cambia a modo configuración 
ALS1(config)#vtp version 2 //Crea el protocol VTP version 2 
ALS1(config)#vtp domain CISCO //Crea el nombre del dominio VTP 
ALS1(config)#vtp password ccnp321 





ALS2#conf t     //Se cambia a modo configuración 
ALS2(config)#vtp version 2 //Crea el protocol VTP version 2 
ALS2(config)#vtp domain CISCO //Crea el nombre del dominio VTP 
ALS2(config)#vtp password ccnp321 
ALS2(config)#end    //Se sale del modo privilegiado 
 
 
2. Configurar DLS1 como servidor principal para las VLAN. 
Se implementa la configuración del servidor principal. 
Switch DLS1 
DLS1#conf t      //Se cambia a modo configuración 
DLS1(config)#vtp mode server   //Se cambia a modo servidor VTP 
 
3. Configurar ALS1 y ALS2 como clientes VTP. 
Se configuran como clientes. 
Switch ALS1 
ALS1>enable      //Se cambia a modo privilegiado 
ALS1#configure terminal     //Se cambia a modo configuración 
ALS1(config)#vtp mode client   //Se cambia a modo cliente VTP 
 
Switch ALS2 
ALS2>enable      //Se cambia a modo privilegiado 
ALS2#configure terminal     //Se cambia a modo configuración 
ALS2(config)#vtp mode client    //Se cambia a modo cliente VTP 
 
e. Configurar en el servidor principal las siguientes VLAN. 
 
Tabla 1. Configuraciones VLAN. 
Número de VLAN Nombre de VLAN Número de VLAN Nombre de VLAN 
600 NATIVA 420 PROVEEDORES 
15 ADMON 100 SEGUROS 
240 CLIENTES 1050 VENTAS 
1112 MULTIMEDIA 3550 PERSONAL 
 
Dado que la versión 2 de VTP no permite la configuración de rangos superiores a 
1005 VLAN, así que se emplea VLAN 10 para ventas, 111 para multimedia y 456 
para personal. 
Switch DLS1 
DLS1#configure terminal    //Se cambia a modo configuración 
DLS1(config)#vtp mode transparent  //Se selecciona el modo VTP 
transparente 
DLS1(config)#vlan 500    //Se crea una nueva VLAN 
DLS1(config-vlan)#name NATIVA  //Se asigna el nombre de la VLAN 
DLS1(config-vlan)#exit    //Se sale de la configuración 
DLS1(config)# 
DLS1(config)#vlan 12    //Se crea una nueva VLAN 
DLS1(config-vlan)#name ADMON  //Se asigna el nombre de la VLAN 
DLS1(config-vlan)#exit    //Se sale de la configuración 
DLS1(config)# 
DLS1(config)#vlan 234    //Se crea una nueva VLAN 
DLS1(config-vlan)#name CLIENTES  //Se asigna el nombre de la VLAN 
DLS1(config-vlan)#exit    //Se sale de la configuración 
DLS1(config)# 
DLS1(config)#vlan 111    //Se crea una nueva VLAN 
DLS1(config-vlan)#name MULTIMEDIA  //Se asigna el nombre de la VLAN 
DLS1(config-vlan)#exit     //Se sale de la configuración 
DLS1(config)# 
DLS1(config)#vlan 434    //Se crea una nueva VLAN 
DLS1(config-vlan)#name PROVEEDORES //Se asigna el nombre de la VLAN 
DLS1(config-vlan)#exit     //Se sale de la configuración 
DLS1(config)# 
DLS1(config)#vlan 123    //Se crea una nueva VLAN 
DLS1(config-vlan)#name SEGUROS  //Se asigna el nombre de la VLAN 
DLS1(config-vlan)#exit    //Se sale de la configuración 
DLS1(config)# 
DLS1(config)#vlan 10    //Se crea una nueva VLAN 
DLS1(config-vlan)#name VENTAS  //Se asigna el nombre de la VLAN 
DLS1(config-vlan)#exit     //Se sale de la configuración 
DLS1(config)# 
DLS1(config)#vlan 456    //Se crea una nueva VLAN 
DLS1(config-vlan)#name PERSONAL  //Se asigna el nombre de la VLAN 
DLS1(config-vlan)#exit    //Se sale de la configuración 
DLS1(config)#vtp mode server   //Se ingresa al modo servidor VTP 
 
f. En DLS1, suspender la VLAN 434. 
 
Switch DLS1 
DLS1(config)#vlan 420    //Se crea una nueva VLAN 
DLS1(config-vlan)# no vlan 420   //Se deshabilita la VLAN 
 
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, 
y configurar en DLS2 las mismas VLAN que en DLS1. 
 
Switch DLS2 
DLS2#configure terminal    //Se cambia a modo configuración 
DLS2(config)#vtp version 2   //Se selecciona la version de VTP 
DLS2(config)# vtp mode transparent  //Se selecciona el modo VTP 
transparente 
DLS2(config)#vlan 500    //Se crea una nueva VLAN 
DLS2(config-vlan)#name NATIVA  //Se asigna el nombre de la VLAN 
DLS2(config-vlan)#exit    //Se sale de la configuración 
DLS2(config)#vlan 12    //Se crea una nueva VLAN 
DLS2(config-vlan)#name ADMON  //Se asigna el nombre de la VLAN 
DLS2(config-vlan)#exit    //Se sale de la configuración 
DLS1(config)# 
DLS1(config)#vlan 234    //Se crea una nueva VLAN 
DLS1(config-vlan)#name CLIENTES  //Se asigna el nombre de la VLAN 
DLS1(config-vlan)#exit    //Se sale de la configuración 
DLS1(config)# 
DLS1(config)#vlan 111    //Se crea una nueva VLAN 
DLS1(config-vlan)#name MULTIMEDIA  //Se asigna el nombre de la VLAN 
DLS1(config-vlan)#exit     //Se sale de la configuración 
DLS1(config)# 
DLS1(config)#vlan 434    //Se crea una nueva VLAN 
DLS1(config-vlan)#name PROVEEDORES //Se asigna el nombre de la VLAN 
DLS1(config-vlan)#exit     //Se sale de la configuración 
DLS1(config)# 
DLS1(config)#vlan 123    //Se crea una nueva VLAN 
DLS1(config-vlan)#name SEGUROS  //Se asigna el nombre de la VLAN 
DLS1(config-vlan)#exit    //Se sale de la configuración 
DLS1(config)# 
DLS1(config)#vlan 10    //Se crea una nueva VLAN 
DLS1(config-vlan)#name VENTAS  //Se asigna el nombre de la VLAN 
DLS1(config-vlan)#exit     //Se sale de la configuración 
DLS1(config)# 
DLS1(config)#vlan 456    //Se crea una nueva VLAN 
DLS1(config-vlan)#name PERSONAL  //Se asigna el nombre de la VLAN 
DLS1(config-vlan)#exit    //Se sale de la configuración 
DLS1(config)# 
 
h. Suspender Vlan 420 en DLS2. 
 
Switch DLS2 
DLS2#configure terminal    //Se cambia a modo configuracion 
DLS2(config)# vlan 420    //Se crea una nueva VLAN 
DLS2(config)# no vlan 420   //Se deshabilita la VLAN 
DLS2(config)# exit  
i. En DLS 2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCIÓN no podrá estar disponible en cualquier otro Switch de la red. 
Se le asigna el nombre de PRODUCCIÓN a la VLAN. 
 
Switch DLS2 
DLS2#configure terminal    //Se cambia a modo configuracion 
DLS2(config)# vlan 567    //Se crea una nueva VLAN 
DLS2(config-vlan)# name PRODUCCION //Se asigna el nombre de la VLAN 
DLS2(config-vlan)#exit    //Se sale de la configuración 
 
j. Configurar DLS1 como spanning tree root para las VLANs 1,12, 420, 600 
,1050, 1112, 3550 y como raíz secundaria para las VLAN 100 y 240. 
 
Switch DLS1 
DLS1# configure terminal      //Se cambia a modo 
configuracion 
DLS1(config)# spanning-tree vlan 1 root primary  //Se asigna el id-vlan 
con el valor de la prioridad del Puente más bajo 
DLS1(config)# spanning-tree vlan 15 root primary  //Se asigna el id-vlan 
con el valor de la prioridad del Puente más bajo 
DLS1(config)# spanning-tree vlan 420 root primary  //Se asigna el id-vlan 
con el valor de la prioridad del Puente más bajo 
DLS1(config)# spanning-tree vlan 600 root primary  //Se asigna el id-vlan 
con el valor de la prioridad del Puente más bajo 
DLS1(config)# spanning-tree vlan 1050 root primary  //Se asigna el id-vlan 
con el valor de la prioridad del Puente más bajo 
DLS1(config)# spanning-tree vlan 1112 root primary  //Se asigna el id-vlan 
con el valor de la prioridad del Puente más bajo 
DLS1(config)# spanning-tree vlan 3550 root primary  //Se asigna el id-vlan 
con el valor de la prioridad del Puente más bajo 
DLS1(config)# spanning-tree vlan 100 root secondary //Se adiciona id-vlan 
con el valor de la prioridad del Puente más bajo  
DLS1(config)# spanning-tree vlan 240 root secondary //Se adiciona id-vlan 
con el valor de la prioridad del Puente más bajo  
 
k. Configurar DLS2 como Spanning tree root para las VLAN 100 y 240 y como 
una raíz secundaria para las VLAN 12, 420, 600, 1050, 11112 y 3550. 
 
Switch DLS2 
DLS2# configure terminal      //Se cambia a modo 
configuracion 
DLS2(config)# spanning-tree vlan 100 root primary  //Se asigna el id-vlan 
con el valor de la prioridad del Puente más bajo 
DLS2(config)# spanning-tree vlan 240 root primary  //Se asigna el id-vlan 
con el valor de la prioridad del Puente más bajo 
DLS2(config)# spanning-tree vlan 15 root secondary  //Se adiciona id-vlan 
con el valor de la prioridad del Puente más bajo  
DLS2(config)# spanning-tree vlan 420 root secondary //Se adiciona id-vlan 
con el valor de la prioridad del Puente más bajo  
DLS2(config)# spanning-tree vlan 600 root secondary //Se adiciona id-vlan 
con el valor de la prioridad del Puente más bajo  
DLS2(config)# spanning-tree vlan 1050 root secondary //Se adiciona id-vlan 
con el valor de la prioridad del Puente más bajo  
DLS2(config)# spanning-tree vlan 1112 root secondary //Se adiciona id-vlan 
con el valor de la prioridad del Puente más bajo  
DLS2(config)# spanning-tree vlan 3550 root secondary //Se adiciona id-vlan 
con el valor de la prioridad del Puente más bajo 
l. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de estos puertos. 
 
Switch DLS1 
DLS1(config)# interface range fa0/7    //Se realiza selección 
del rango de interfaces 
DLS1(config-if-range)# switchport trunk native vlan 500 //Se identifica la VLAN 
Nativa 
DLS1(config-if-range)# switchport trunk encap dot1q  //Se realiza el enlace 
truncal con el encapsulamiento a 4 bits 
DLS1(config-if-range)# switchport mode trunk   //Se crea el enlace 
troncal 
DLS1(config)# interface range fa0/8    //Se realiza selección 
del rango de interfaces 
DLS1(config-if-range)# switchport trunk native vlan 500 //Se identifica la VLAN 
Nativa 
DLS1(config-if-range)# switchport trunk encap dot1q  //Se realiza el enlace 
truncal con el encapsulamiento a 4 bits 




DLS2(config)# interface range fa0/7    //Se realiza selección 
del rango de interfaces 
DLS2(config-if-range)# switchport trunk native vlan 500 //Se identifica la VLAN 
Nativa 
DLS2(config-if-range)# switchport trunk encap dot1q  //Se realiza el enlace 
truncal con el encapsulamiento a 4 bits 
DLS2(config-if-range)# switchport mode trunk   //Se crea el enlace 
troncal 
DLS2(config)# interface range fa0/8    //Se realiza selección 
del rango de interfaces 
DLS2(config-if-range)# switchport trunk native vlan 500 //Se identifica la VLAN 
Nativa 
DLS2(config-if-range)# switchport trunk encap dot1q  //Se realiza el enlace 
truncal con el encapsulamiento a 4 bits 
DLS2(config-if-range)# switchport mode trunk   //Se crea el enlace 
troncal 
 
m. Configurar las siguientes interfaces como puertos de acceso, asignados a 
las VLAN de la siguiente manera: 
Tabla 2. Configuración interfaces VLAN. 
Interfaz DLS1 DLS2 ALS1 ALS2 
Interfaz Fa0/6 3550 15, 1050 100, 1050 240 
Interfaz Fa0/15 1112 1112 1112 1112 
Interfaces 
Fa0/16-18 
 567   
 
Como packet tracer solo permite el VLAN hasta 1005, se modifica de la siguiente 
manera la tabla. 
Tabla 3. Configuración interfaces VLAN nuevas. 
Interfaz DLS1 DLS2 ALS1 ALS2 
Interfaz Fa0/6 456 12, 10 123, 10 234 
Interfaz Fa0/15 111 111 111 111 
Interfaces 
Fa0/16-18 
 567   
 
Ahora con la información de la tabla 3, se inicia con la configuración de cada 
switche. 
Switch DLS1 
DLS1#configure terminal   //Se cambia a modo configuración 
DLS1(config)# interface fa0/6    //Ingresa a Interfaz 
DLS1(config-if)#switchport access vlan 3550    //Asigna VLan 3550 a fa0/6 
DLS1(config-if)#no shutdown 
DLS1(config-if)# exit 
DLS1(config)# interface fa0/15                        //Ingresa a Interfaz 
DLS1(config-if)#switchport access vlan 1112  //Asigna VLan 3550 a fa0/15 
DLS1(config-if)#no shutdown 
DLS1(config-if)#exit   //Se sale del modo de configuración 
 
Switch DLS2 
DLS2#configure terminal    //Se cambia a modo configuración 
DLS2(config)# interface fa0/6    //Se selecciona la interface 
DLS2(config-if)#switchport access vlan 15  //Se cambia la VLAN a modo 
de acceso permanente 
DLS2(config-if)#switchport access vlan 1050  //Se cambia la VLAN a modo 
de acceso permanente 
DLS2(config-if)#no shutdown    //Se habilita la interface 
DLS2(config-if)# exit 
DLS2(config)# interface fa0/15    //Se selecciona la interface 
DLS2(config-if)#switchport access vlan 1112  //Se cambia la VLAN a modo 
de acceso permanente 
DLS2(config-if)#no shutdown    //Se habilita la interface 
DLS2(config-if)# exit 
DLS2(config)# interface range fa0/16-18  //Se selecciona el rango de la 
intefaz 
DLS2(config-if)#switchport access vlan 567  //Se cambia la VLAN a modo 
de acceso permanente 
DLS2(config-if)#no shutdown    //Se habilita la interface 




ALS1#configure terminal     //Se cambia a modo 
configuración 
ALS1(config)# interface fa0/6    //Se selecciona la interface 
ALS1(config-if)#switchport access vlan 100  //Se cambia la VLAN a modo 
de acceso permanente 
ALS1(config-if)#switchport access vlan 1050  //Se cambia la VLAN a modo 
de acceso permanente 
ALS1(config-if)#no shutdown    //Se habilita la interface 
ALS1(config-if)# exit     //Se sale del modo de 
configuración 
ALS1(config)# interface fa0/15    //Se selecciona la interface 
ALS1(config-if)#switchport access vlan 1112  //Se cambia la VLAN a modo 
de acceso permanente 
ALS1(config-if)#no shutdown    //Se habilita la interface 




ALS2#configure terminal     //Se cambia a modo 
configuración 
ALS2(config)# interface fa0/6    //Se selecciona la interface 
ALS2(config-if)#switchport access vlan 240  //Se cambia la VLAN a modo 
de acceso permanente 
ALS2(config-if)#no shutdown    //Se habilita la interface 
ALS2(config-if)# end     //Se sale del modo de 
configuración 
ALS2(config)# interface fa0/15    //Se selecciona la interface 
ALS2(config-if)#switchport access vlan 1112  //Se cambia la VLAN a modo 
de acceso permanente 
ALS2(config-if)#no shutdown    //Se habilita la interface 
ALS2(config-if)# end    //Se sale del modo de configuración 
 
Parte 2: conectividad de red de prueba y las opciones configuradas. 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso. 
Para verificar, se emplea el comando show vlan. 
Ilustración 7. Configuración DLS1. 
 
 




Ilustración 9. Configuración ALS1. 
 
 




b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente. 
Para la verificación del EtherChannel, se emplea el comando show etherchannel. 
Ilustración 11. Configuración DLS1. 
 
 




c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada 
VLAN. 
Se emplea el comando show spanning-tree para verificar. 
 
















Con el desarrollo de los escenarios se logra incrementar los conocimientos en 
cuanto a creación y configuraciones de las diferentes topologías de redes, así 
como la empleabilidad de los comandos correspondientes para ingresar a las 
configuraciones internas de cada uno de los componentes, gracias a los equipos 
switch de CISCO. 
La implementación de las versiones de los VTP permitió una fácil configuración de 
los equipos que se debían configurar dentro de la red, por lo cual al emplearse en 
el simulador de Packet Tracer mostraba los resultados esperados. 
Con el protocolo OSPF se logró configurar la métrica de costo y logrando así 
poder redistribuirse entre las redes del EIGRP, donde también con el protocolo de 
EIGRP y la configuración del tiempo de convergencia en el R3 se logró alcanzar 
trayectos óptimos en las dos áreas de redes. 
Con las configuraciones realizadas se afianzan las diferentes canales de 
comunicación entre componentes como channel, enlaces troncales, modos VTP y 
versiones VTP, spanning tree, restricciones de VLAN, entre otros, cuyas 
implementaciones son de vital importancia conocerlas cuando se esté 
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