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Sílabo de Conmutación y Enrutamiento 
I. Datos generales
 Código ASUC00123 
 Carácter Obligatorio 
 Créditos 4 
 Periodo académico 2020 
 Prerrequisito Redes de Computadores 
 Horas Teóricas: 2 Prácticas: 4 
II. Sumilla de la asignatura
La asignatura corresponde al área de estudios de especialidad, es de naturaleza teórico-práctica. 
Tiene como propósito desarrollar en el estudiante la capacidad de configurar routers y switches 
empleando protocolos: RIPv1, RIPv2, OSPF de área única y de áreas múltiples, LAN virtuales y 
enrutamiento entre VLAN en redes IPv4 e IPv6. 
La asignatura contiene: Introducción a redes conmutadas. Configuración básica de la 
conmutación. VLAN. Conceptos de enrutamiento. Enrutamiento entre VLAN. Enrutamiento 
estático. Enrutamiento dinámico. OSPF de área única. Listas de control de acceso. DHCP. 
Traducción de direcciones de red para IPv4. 
III. Resultado de aprendizaje de la asignatura
Al finalizar la asignatura, el estudiante será capaz de configurar routers y switches para solucionar 
problemas en ellos con RIPv1, RIPng, OSPF de área única y áreas múltiples, LAN virtuales y routing 
entre VLAN en redes IPv4 e IPv6. 
La presente asignatura contribuye al logro del resultado del estudiante: 
(k) Capacidad de utilizar las técnicas, las habilidades y las herramientas modernas necesarias




IV. Organización de aprendizajes 
 
Unidad I 
Enrutamiento estático, dinámico y redes conmutadas Duración en horas 24 
Resultado de 
aprendizaje de la 
unidad 
Al finalizar la unidad, el estudiante será capaz de configurar el routing estático, 
routing predeterminado, routing con RIPv2 y configurar un switch; 
considerando criterios de eficiencia. 
Conocimientos Habilidades Actitudes 
 Conceptos de routing.  
 Configuración inicial del 
router.  
 Decisiones de routing.  
 Funcionamiento del router. 
 Implementación de rutas 
estáticas.  
 Configuración de rutas 
estáticas y 
predeterminadas.  
 Solución de problemas de 
rutas estáticas y 
predeterminadas. 
 Routing estático.  
 Implementación de routing 
estático.  
 Configurar rutas estáticas y 
predeterminadas. 
 Resolución de problemas 
de rutas estáticas y 
predeterminadas. 
 Routing Dinámico 
 Protocolos de routing 
dinámico. 
 RIPv2 
 La tabla de routing 
 Redes Conmutadas 
 Diseño de LAN. 
 El entorno conmutado 
 Configuración de un switch 
 Configuración básica del 
switch. 
 Seguridad de switches: 
Administración e 
implementación 
 Describir las funciones y las 
características principales 
de un router. 
 Configurar los parámetros 
básicos en un router para 
enrutar entre dos redes 
conectadas directamente, 
mediante la CLI.   
 Explicar el proceso de 
encapsulamiento y 
desencapsulamiento que 
utilizan los routers para el 
switching de paquetes 
entre interfaces. 
  Explicar las funciones de 
determinación de rutas de 
un router. 
 Explicar las entradas de la 
tabla de routing de las 
redes conectadas 
directamente. 
 Explicar las formas en que 
un router crea una tabla de 
routing de redes 
conectadas directamente, 
rutas estáticas y protocolo 
de routing dinámico. 
 Explicar las ventajas y 
desventajas del routing 
estático. 
 Explicar la finalidad de los 
diferentes tipos de rutas 
estáticas. 
 Configurar rutas estáticas 
IPv4 e IPv6 especificando 
 Demuestra puntualidad, 
interés y compromiso en el 





efectuar un adecuado 
diseño de listas de control 
de acceso y 
direccionamiento 





una dirección del siguiente 
salto, predeterminadas, 
flotantes y rutas estáticas 
que dirijan el tráfico a un 
host específico 
 Explicar la forma en que un 
router procesa paquetes 
cuando se configura una 
ruta estática. 
 Resolver problemas 
comunes de configuración 
de rutas estáticas y 
predeterminadas. 
 Explicar el propósito de 
routing dinámico. 
 Explicar el uso del routing 
dinámico y el routing 
estático. 
 Configurar el protocolo de 
routing RIPv2. 
 Explicar los componentes 
de una entrada de la tabla 
de routing IPv4 para una 
ruta dada. 
 Explicar la relación de nivel 
principal/secundario en 
una tabla de routing 
creada en forma dinámica. 
 Determinar que rutas se 
usará para reenviar un 
paquete IPv4 e IPv6. 
 Explicar de qué manera las 
redes conmutadas 
sustentan las operaciones 
de pequeñas o medianas 
empresas. 
 Explicar de qué manera los 
datos, la voz y el video 
convergen en una red 
conmutada. 
 Describir una red 




pequeña a mediana 
empresa. 
 Explicar la forma en la que 
los switches de capa 2 
reenvían datos en la red 
LAN de una pequeña a 
mediana empresa. 
 Explicar la forma en la que 
las tramas se reenvían en 
una red conmutada. 
 Comparar un dominio de 
colisiones con un dominio 
de difusión.  
 Configurar los parámetros 
iniciales en un switch cisco. 
 Configurar los puertos de un 
switch para cumplir con los 
requisitos de red. 
 Configurar la interfaz virtual 
de administración en un 
switch. 
 Configurar las 
características de 
seguridad de puertos para 
restringir el acceso a la red 
Instrumento de 
evaluación  Prueba objetiva 
Bibliografía  (básica 
y complementaria) 
Básica: 
 Cisco Networking Academy (2014). Routing and switching essentials 
companion guide. EEUU: Cisco Press. 
 
Complementaria: 
 Cisco Networking Academy (2013). Routing and switching essentials 
course booklet. EEUU: Cisco Press. 
 Cisco Networkin  g Academy (2013). Routing and switching essentials.  Lab 
manual. EEUU: Cisco Press. 
 Lammle, T. (2014). CCNA routing and switching review guide: Exams 100-




 Networking Academy Cisco (2017). Curso CCNA V6. Módulo 2.  . 









VLAN e integración de servicios de red Duración en horas 24 
Resultado de 
aprendizaje de la 
unidad 
Al finalizar la unidad, el estudiante será capaz de comprender  el 
funcionamiento y la configuración de las VLANs integrado con otros servicios 
de red 
Conocimientos Habilidades Actitudes 
 VLAN  
 Segmentación de VLAN. 
 Implementaciones de 
VLAN.  
 Routing entre redes VLAN 
con routers. 
 Integración de servicios de red 
 VLSM 
 RIPv2 Y RIPng 
 Enrutamiento estático: 
predeterminadas, flotantes 
y resumidas. 
 Servicios de red: correo, 
WEB, DNS, FTP, SSH y telnet 
 Seguridad de puertos en un 
switch 
 
 Explicar la finalidad de las 
VLAN en una red 
conmutada.  
 Explicar como un switch 
reenvía tramas según la 
configuración de VLAN en 
un entorno conmutado 
simple múltiple. 
 Configurar un puerto de 
switch que se asignará a 
una VLAN según los 
requisitos. 
 Configurar un puerto de 
enlace troncal en un switch 
LAN. 
 Solucionar problemas de 
configuración de VLAN y de 
enlaces troncales en una 
red conmutada. 
 Describir las dos opciones 
para configurar el routing 
entre redes VLAN. 
 Configuración de routing 
entre redes VLAN con un 
router-on-a-stick 
 Configuración integrada de 
VLAN con diferentes 
servicios de red 
 Demuestra puntualidad, 
interés y compromiso en 





efectuar un adecuado 
diseño de redes con VLAN 
y su enrutamiento. 
 
Instrumento de 
evaluación  Prueba de desarrollo 
Bibliografía  (básica 
y complementaria) 
Básica: 
 Cisco Networking Academy (2014). Routing and switching essentials 
companion guide. EEUU: Cisco Press. 
 
Complementaria: 
 Cisco Networking Academy (2013). Routing and switching essentials 
course booklet. EEUU: Cisco Press. 
 Cisco Networking Academy (2013). Routing and switching essentials.  Lab 
manual. EEUU: Cisco Press. 
 Lammle, T. (2014). CCNA routing and switching review guide: Exams 100-




 Networking Academy Cisco (2017). Curso CCNA V6. Módulo 2. Disponible 







Listas de control de acceso, DHCPv4, DHCPv6 y NAT Duración en horas 24 
Resultado de 
aprendizaje de la 
unidad 
Al finalizar la unidad, el estudiante será capaz de configurar reglas de control 
de acceso, DHCPv4, DHCPv6 en routers y NAT para IPv4 
Conocimientos Habilidades Actitudes 
 Listas de control de acceso.  
 Funcionamiento de una 
ACL.  
 ACL de IPv4 estándar.  
 Solución de problemas en 
listas ACL. 
 DHCP.  
 DHCPv4. 
 DHCPv6. 
 NAT para IPv4.  
 Protocolos de capa de red. 
 Configuración de NAT. 
 Solucionar problemas en 
configuraciones de NAT 
 
 
 Explicar de qué manera las 
listas ACL filtran el tráfico.  
 Explicar la forma en que las 
ACL utilizan máscaras de 
comodin. 
 Explicar cómo se crea y 
ubica una ACL. 
 Configurar listas ACL de IPv4 
estándares para filtrar el 
tráfico y así cumplir con los 
requisitos de la red. 
 Utilizar números de 
secuencia para editar listas 
ACL de IPv4 estándares ya 
existentes. 
 Configurar una ACL 
estándar para proteger el 
acceso a VTY. 
 Explicar la forma en que 
procesa los paquetes un 
router cuando se aplica 
una ACL. 
 Solucionar errores comunes 
en listas ACL de IPv4 
estándares con los 
comandos del CLI. 
 Explicar la forma en la que 
funciona DHCPv4 y DHCPv6 
en la red de una pequeña o 
mediana empresa. 
 Configurar un router como 
servidor y como cliente 
DHCP. 
 Configurar DHCPv6 sin 
estado y con estado para 
una pequeña y mediana 
empresa. 
 Realizar la solución de 
problemas de una 
configuración DHCP para 
IPv4 e IPv6 en una red 
conmutada. 
 Explicar la forma en la que 
NAT proporciona 
escalabilidad de 
direcciones IPv4 en la red 
de una pequeña a 
mediana empresa. 
 Demuestra puntualidad, 
interés y compromiso en 





efectuar un adecuado 
diseño de listas de control 
de acceso, 
direccionamiento 
automático de redes y 
traducción de 





 Configurar servicios NAT en 
el router perimetral para 
proporcionar la 
escalabilidad de las 
direcciones IPv4 en una red 
de una pequeña a 
mediana empresa. 
 Solucionar problemas de 
NAT en la red de una 
pequeña a mediana 
empresa. 
Instrumento de 




 Cisco Networking Academy (2014). Routing and switching essentials 
companion guide. EEUU: Cisco Press. 
 
Complementaria: 
 Cisco Networking Academy (2013). Routing and switching essentials 
course booklet. EEUU: Cisco Press. 
 Cisco Networking Academy (2013). Routing and switching essentials.  Lab 
manual. EEUU: Cisco Press. 
 Lammle, T. (2014). CCNA routing and switching review guide: Exams 100-




 Networking Academy Cisco (2017). Curso CCNA V6. Módulo 2.   
Disponible en Web: http://www.netacad.com 
 
Unidad IV 
Gestión de redes de forma integrada Duración en horas 24 
Resultado de 
aprendizaje de la 
unidad 
Al finalizar la unidad, el estudiante será capaz de gestionar las redes de forma 
integrada. 





 Detección de 
dispositivos.  
 Administración de 
dispositivos.  
 Mantenimiento de 
dispositivos. 
 Integración de 
servicios de red. 
 
 Utilizar protocolos de detección para 
mapear una topología de red.  
 Configura NTP y syslog en la red de 
una pequeña a mediana empresa. 
 Mantener la configuración de routers 
y switches y los archivos de IOS. 
 Integrar todas las soluciones de red 
 Demuestra puntualidad, 
interés y compromiso en 





efectuar una adecuada 
integración de 
soluciones de red. 
 
Instrumento de 
evaluación  Prueba de desarrollo 
Bibliografía  (básica y 
complementaria) 
Básica: 
 Cisco Networking Academy (2014). Routing and switching essentials 
companion guide. EEUU: Cisco Press. 
ucontinental.edu.pe 
Complementaria: 
 Cisco Networking Academy (2013). Routing and switching essentials
course booklet. EEUU: Cisco Press.
 Cisco Networking Academy (2013). Routing and switching essentials.
Lab manual. EEUU: Cisco Press.
 Lammle, T. (2014). CCNA routing and switching review guide: Exams 100-
101, 200-101, and 200-120. India: John Wiley & Sons.
Recursos educativos 
digitales 
 Networking Academy Cisco (2017). Curso CCNA V6. Módulo 2.
Disponible en Web: http://www.netacad.com
V. Metodología
En el desarrollo de la asignatura se aplicará una metodología activa dentro de un enfoque 
participativo, reflexivo y crítico.  
Cada unidad de aprendizaje corresponde a una etapa del desarrollo teórico práctico, donde 
predominan las siguientes actividades: 
La exposición del docente a partir del diálogo y de la interacción con los estudiantes, orienta los 
ejercicios de laboratorio planteados en clase en forma permanente; a través del análisis de casos, 
dinámicas individuales y grupales. Durante las sesiones, se guiará a los estudiantes a través del 
aprendizaje colaborativo, participación de foros y aplicación de técnicas para solucionar 
problemas de las redes de computadoras. 
Se propiciará el desarrollo de laboratorios individuales y grupales, donde demostrarán el dominio 
teórico y práctico de los contenidos. Se desarrollarán actividades programadas en el aula virtual. 
Modalidad semipresencial –  A Distancia  
En el desarrollo de la asignatura se empleará los métodos: Aprendizaje basado en problemas y 
aprendizaje colaborativo centrado en el aprendizaje del estudiante. Para ello se hará uso de 
diferentes recursos educativos como: lecturas, videos, presentaciones interactivas y 
autoevaluaciones, que le permitirán medir su avance en la asignatura. 
VI. Evaluación
VI.1. Modalidad presencial
Rubros Comprende  Instrumentos Peso 
Evaluación de 
entrada 
Prerrequisitos o conocimientos 
de la asignatura Prueba objetiva Requisito 
Consolidado 1 
Unidad I Prueba objetiva 
20% Unidad II Prueba de desarrollo 
Evaluación 
parcial Unidad I y II Prueba mixta 20% 
Consolidado 2 
Unidad III Prueba objetiva 
20% Unidad IV Prueba de desarrollo 
Evaluación final Todas las unidades Prueba mixta 40% 
Evaluación 
sustitutoria (*) Todas las unidades  No aplica 
(*) Reemplaza la nota más baja obtenida en los rubros anteriores 
ucontinental.edu.pe
Firmado por
FELIPE NESTOR GUTARRA MEZA
CN = FELIPE NESTOR GUTARRA MEZA




Rubros Com Instrumentos Peso 
Evaluación de 
entrada Prerrequisito Prueba objetiva Requisito
Consolidado 1 Unidad I Prueba de desarrollo 20% 
Evaluación 
parcial Unidad I y II Prueba de desarrollo 20% 
Consolidado 2 Unidad III Prueba de desarrollo 20% 
Evaluación final Todas las unidades Prueba de desarrollo 40% 
Evaluación 
sustitutoria (*) Todas las unidades No aplica 
(*) Reemplaza la nota más baja obtenida en los rubros anteriores 
Fórmula para obtener el promedio: 
PF = C1 (20%) + EP (20%) + C2 (20%) + EF (40%) 
