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OSPF: Open Shortest Path First (Abrir el camino más corto), protocolo de red para 
el encaminamiento jerárquico de pasarela interior, que usa el algoritmo Dijkstra, 
para calcular la ruta más corta entre dos nodos, su medida de métrica se denomina 
cost.  
EIGRP: Enhanced interior Gateway routing protocol (Puerta de enlace interior 
mejorado), protocolo de encaminamiento de vector distancia, ofrece lo mejor en 
algoritmo cuando se implementó los vectores de distancia.  
Enrutamiento: enrutamiento o ruteo es la función de buscar un camino entre todos 
los posibles en una red de paquetes cuyas topologías poseen una gran 
conectividad.  
Loopback: es una interfaz de red virtual, las direcciones de Loopback pueden ser 
redefinidas en los dispositivos en los dispositivos, incluso con direcciones IP 
públicas, son usualmente utilizadas para probar la capacidad de la tarjeta interna si 
se están enviando datos BGP.  
Subredes: es un método para maximizar el espacio de direcciones IPv4 y reducir 
el tamaño de las tablas de enrutamiento. 
Gateway: es un dispositivo que permite interconectar redes con protocolos y 
arquitecturas diferentes a todos los niveles de comunicación, su propósito es 
traducir la información del protocolo utilizado en una red al protocolo usado en la 
red de destino.  
VLan: virtual local área network (red de área local virtual), es método para crear 
redes lógicas independientes dentro de una misma red física, varias VLan pueden 
coexistir en un único conmutador físico o en una única red física.  
EtherChannels: permite la agrupación lógica de varios enlaces físicos ethernet, 
esta agrupación es tratada como un único enlace y permite sumas la velocidad 
nominal de cada puerto físico ethernet usado y así obtener un enlace troncal de alta 
velocidad.  
LACP: es un protocolo estándar de la industria que se utiliza para agrupar dos o 
más enlaces y puede funcionar con dispositivos de diferentes proveedores, los 
puertos del conmutador físico que ejecutan el protocolo LACP pueden están en 
modo pasivo o activo.  
PAgP: permite la agrupación lógica de varios enlaces físicos ethernet, esta 
agrupación es tratada como único enlace y permite sumar la velocidad nominal de 
cada puerto físico ethernet usado y así obtener un enlace troncal de alta velocidad. 




En el siguiente trabajo se desarrollan dos escenarios los cuales están relacionados 
con diferentes aspectos de las redes de datos de la plataforma de Cisco, en cada 
uno se detalla el paso a paso de las etapas realizadas; las cuales se encuentran 
sustentadas con capturas de pantalla, estos dos escenarios evidencian la 
implementación de protocolos de enrutamiento OSPF y EIGRP, y la asignación de 
VLAN a las interfaces de red especificas en cada uno de los Switches, realizando la 
conmutación de la señal de las redes desde el origen hasta el destino requerido, 
usando la electrónica como parte fundamental para interconectar ordenadores y 
periféricos.  
 
Se retomaron conocimientos previos aplicando comandos de configuración a 
diferentes tipos de dispositivos activos, realizando implementaciones avanzadas de 
protocolos de enrutamiento, que en futuro como profesionales nos ayudarán a 
mejorar nuestra experiencia y así ampliar nuestro conocimiento en networking, el 
desarrollo de este trabajo es parte de las actividades del diplomado CCNP como 
opción de grado.  
 




In the following work, two scenarios are developed which are related to different 
aspects of data networks of the Cisco platform, in each one the step by step of the 
stages carried out is detailed; which are supported with screenshots, these two 
scenarios show the implementation of OSPF and EIGRP routing protocols, and the 
assignment of VLANs to the specific network interfaces in each of the Switches, 
performing the switching of the signal of the networks from source to required 
destination, using electronics as a fundamental part to interconnect computers and 
peripherals.  
 
Previous know ledge was retaken by applying configuration commands to different 
types of active device, carrying out advance implementations of routing protocols, 
which in the future as professionals will help us improve our experience and thus 
expand our know ledge in networking, the development of this work is part of CCNP 
diplomat activities as a degree option.  
 
Keywords: Cisco, CCNP, Routing, Switching, Networking, Electronics.  
 





Por medio de la plataforma de Cisco Networking Academy, obtuvimos un contenido 
significativo para el desarrollo del diplomado de profundización CCNP el cual es 
muy importante, ya que proporciona un gran aporte para nuestro crecimiento 
laboral, el cual mejorará nuestro desempeño a nivel profesional, al involucrarnos en 
el mundo del networking.  
En el desarrollo del presente trabajo se solucionan dos escenarios en el primer 
escenario se emplean los protocolos de enrutamiento OSPF y EIGRP, en una 
topología tipo bus diseñada con 5 Routers a los cuales se les realiza una 
configuración avanzada para que exista una comunicación de extremo a extremo, 
los tres primeros Routers se configuran con el protocolo OSPF área 5 y los dos 
Routers restantes se configuran con el protocolo EIGRP y un sistema autónomo 15.  
En el segundo escenario se evidencia una topología tipo malla con dos Switch 
modelo 3560, dos Switch modelo 2960 y cuatro PC, se realiza la configuración de 
VLAN, realizando asignaciones especiales a cada puerto interconectado de los 4 
switches, se crean las interfaces de Loopback, port-channel, entre otras, la solución 


















1. ESCENARIO 1 
 
Figura 1. Escenario 1 
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1.1. Aplique las configuraciones iniciales y los protocolos de enrutamiento 
para los routers R1, R2, R3, R4 Y R5 según el diagrama. No asigne 
passwords en los routers. Configurar las interfaces con las direcciones 
que se muestran en la topología de red. 
Se inicia con la configuración basica en cada router de la topologia ingresando 
comandos para el cambio del nombre, asignación de IP en cada una de las 
interfaces conectadas y configuración de los protocolos OSPF y EIGRP. 
 








R1(config-if)#ip address 10.113.12.10 255.255.255.0 
R1(config-if)#no shutdown 
R1(config-if)#exit 
R1(config)#router ospf 1 
R1(config-router)#network 10.113.12.0 0.0.0.255 area 5 
 















R2(config-if)#ip address 10.113.13.20 255.255.255.0 
R2(config-if)#no shutdown 
R2(config-if)#exit 
R2(config)#router ospf 1 
R2(config-router)#network 10.113.12.0 0.0.0.255 area 5 
R2(config-router)#network 10.113.13.0 0.0.0.255 area 5 
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R3(config-if)#ip address 172.19.34.10 255.255.255.0 
R3(config-if)#no shutdown 
R3(config-if)#exit 
R3(config)#router ospf 1 
R3(config-router)#network 10.113.13.0 0.0.0.255 area 5 
R3(config-if)#exit 
R3(config)#router eigrp 15 
R3(config-router)#network 172.19.34.0 0.0.0.255 
 
Figura 5. Aplicando código R3 
 










R4(config-if)#ip address 172.19.45.10 255.255.255.0 
R4(config-if)#no shutdown 
R4(config-if)#exit 
R4(config)#router eigrp 15 
R4(config-router)#network 172.19.34.0 0.0.0.255 
R4(config-router)#network 172.19.45.0 0.0.0.255 
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R5(config-if)#ip address 172.19.45.10 255.255.255.0 
R5(config-if)#no shutdown 
R5(config-if)#exit 
R5(config)#router eigrp 15 
R5(config-router)#network 172.19.45.0 0.0.0.255 
 
Figura 7. Aplicando código R5 
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1.2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la 
asignación de direcciones 10.1.0.0/22 y configure esas interfaces 
para participar en el área 5 de OSPF. 
 
Se crea el listado de las subredes y se procede con la configuración de R1 
asignando a cada interfaz de Loopback el segmento de red, adicional se configuran 
las subredes al protocolo OSPF con área 5. 
 
Se adjunta el código y los pantallazos comprobando la configuración.  
LISTADO DE SUBREDES 
 IP: 10.1.0.0 
 MÁSCARA: 255.255.252.0 (22 bits) 
 SUB-MÁSCARA: 255.255.255.0 (24 bits) 
 
Tabla 1. Interfaces de Loopback para crear R1 
RED RANGO HOST BROADCAST 
10.1.0.0/24 10.1.0.1 – 10.1.0.254 10.1.0.255 
10.1.1.0/24 10.1.1.1 – 10.1.1.254 10.1.1.255 
10.1.2.0/24 10.1.2.1 – 10.1.2.254 10.1.2.255 
10.1.3.0/24 10.1.3.1 – 10.1.3.254 10.1.3.255 
 
R1(config)#interface loopback 0 
R1(config-if)#ip address 10.1.0.10 255.255.255.0 
R1(config)#interface loopback 1 
R1(config-if)#ip address 10.1.1.10 255.255.255.0 
R1(config)#interface loopback 2 
R1(config-if)#ip address 10.1.2.10 255.255.255.0 
R1(config)#interface loopback 3 
R1(config-if)#ip address 10.1.3.10 255.255.255.0 
R1(config-if)#exit 
R1(config)#router ospf 1 
R1(config-router)#network 10.1.0.0 0.0.0.255 area 5 
R1(config-router)#network 10.1.1.0 0.0.0.255 area 5 
R1(config-router)#network 10.1.2.0 0.0.0.255 area 5 
R1(config-router)#network 10.1.3.0 0.0.0.255 area 5 
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Figura 9. Interfaces de Loopback en R1 
 
 
1.3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la 
asignación de direcciones 172.5.0.0/22 y configure esas interfaces 
para participar en el Sistema Autónomo EIGRP 15. 
  
Se crea el listado de las subredes y se procede con la configuración de R5 
asignando a cada interfaz de Loopback el segmento de red, adicional se configuran 
las subredes al protocolo EIGRP con el sistema autónomo 15. 
 
Se adjunta el código y los pantallazos comprobando la configuración.  
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LISTADO DE SUBREDES 
 IP: 172.5.0.0 
 MÁSCARA: 255.255.252.0 (22 bits) 
 SUB-MÁSCARA: 255.255.255.0 (24 bits) 
 
Tabla 2. Interfaces de Loopback para crear R5 



















R5(config)#interface loopback 0 
R5(config-if)#ip address 172.5.0.10 255.255.255.0 
R5(config)#interface loopback 1 
R5(config-if)#ip address 172.5.1.10 255.255.255.0 
R5(config)#interface loopback 2 
R5(config-if)#ip address 172.5.2.10 255.255.255.0 
R5(config)#interface loopback 3 
R5(config-if)#ip address 172.5.3.10 255.255.255.0 
R5(config-if)#exit 
R5(config)#router eigrp 15 
R5(config-router)#network 172.5.0.0 0.0.0.255 
R5(config-router)#network 172.5.1.0 0.0.0.255 
R5(config-router)#network 172.5.2.0 0.0.0.255 
R5(config-router)#network 172.5.3.0 0.0.0.255 
 
Figura 10. Interfaces de Loopback en R5 








1.4. Analice la tabla de enrutamiento de R3 y verifique que R3 está 
aprendiendo las nuevas interfaces de Loopback mediante el 
comando show ip route. 
 
Con el comando show ip route en R3 se validó la interconexión de las subredes de 
OSPF en R1 y EIGRP en R5 mostrando la vía por donde las detecta y su respectiva 
dirección IP. 
 
Se adjunta el código y los pantallazos comprobando la configuración.  
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Figura 12. Comando show ip route 
 
 
Si, R3 detecto las interfaces de Loopback de R1 y R5.  
 
 
1.5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el 
costo de 50000 y luego redistribuya las rutas OSPF en EIGRP usando 
un ancho de banda T1 y 20000 microsegundos de retardo.  
 
Se procede a redistribuir las rutas de OSPF y EIGRP en R3 asignando las métricas.  
Se adjunta el código.  
 
R3(config)#router ospf 1 
R3(config-router)#redistribute eigrp 15 metric 50000 subnets   
R3(config-if)#exit 
R3(config)#router eigrp 15 
R3(config-router)#redistribute ospf 1 metric 1544 20000 255 1 1500  
  
 
1.6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto 
existen en su tabla de enrutamiento mediante el comando show ip 
route. 
 
Se verifica la tabla de enrutamiento en R1 y R5 encontrando OSPF y EIGRP 
configuradas correctamente, también se evidencia la ruta por la que se están 
comunicando.   
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Se adjunta los pantallazos comprobando la configuración.  
 
Figura 13. Comando show ip route 
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2. ESCENARIO 2 
 
Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que forman 
parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte del 
escenario propuesto. 
Figura 15. Escenario 2 
 
Figura 16. Simulación escenario 2 
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Parte 1: Configurar la red de acuerdo con las especificaciones.  
 
a. Apagar todas las interfaces en cada switch.  
 
Después de realizar las conexiones entre los Switches, se procede a utilizar el 
comando shutdown para apagar todas las interfaces de cada uno de los 
dispositivos.  
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Figura 17. Simulación escenario 2 
 
 
b. Asignar un nombre a cada Switch acorde con el escenario establecido.  
 
Se procede a configurar cada uno de los Switch se asignando el nombre de cada 
dispositivo según la topología.  
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c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama.  
 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
LACP. Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y para DLS2 
utilizará 10.12.12.2/30.  
2) Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP.  
3) Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP.  
4) Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN 
nativa.  
 
Se procede a configuración los puertos troncales y los port-channel, se asigna la 
dirección IP, se asigna el channel-group 12 para las interface 11 – 12, se  asigna 
channel-group diferente para los puertos 7 al 10 y se configura la vlan nativa 500 en 
DLS1 y DLS2, se utiliza el comando no shutdown para activar las interfaces 7 al 12, 
en ALS1 y ALS2 se activan las interfaces 7 al 10, se asignó un channel-group para 
los puertos 7 – 8 y otro para los puertos 9 – 10 y se configura la VLAN nativa.  
 




DLS1 (config)#interface range fastethernet0/11-12 
DLS1 (config-if)#no switchport 
DLS1 (config-if)#channel-group 12 mode active 
DLS1 (config-if)#no shutdown 
DLS1 (config-if)#exit 
DLS1 (config)#interface port-channel 12 
DLS1 (config-if)#ip address 10.12.12.1 255.255.255.255.252 
DLS1 (config-if)#exit 
DLS1 (config)#interface range fastethernet0/7-10 
DLS1 (config-if)#switchport trunk encapsulation dot1q 
DLS1 (config-if)#switchport trunk native vlan 500 
DLS1 (config-if)#switchport mode trunk 
DLS1 (config-if)#switchport nonegotiate 
DLS1 (config-if)#no shutdown 
DLS1 (config-if)#exit 
DLS1 (config)#interface range fastethernet0/7-8 
DLS1 (config-if)#desc member of po1 to ALS1 
DLS1 (config-if)#channel-group 1 mode active 
DLS1 (config-if)#exit 
DLS1 (config)#interface range fastethernet0/9-10 
DLS1 (config-if)#desc member of po4 to ALS2 
DLS1 (config-if)#channel-group 1 mode desirable 






DLS2 (config)#interface range fastethernet0/11-12 
DLS2 (config-if)#no switchport 
DLS2 (config-if)#channel-group 12 mode active 
DLS2 (config-if)#no shutdown 
DLS2 (config-if)#exit 
DLS2 (config)#interface port-channel 12 
DLS2 (config-if)#ip address 10.12.12.2 255.255.255.255.252 
DLS2 (config-if)#exit 
DLS2 (config)#interface range fastethernet0/7-10 
DLS2 (config-if)#switchport trunk encapsulation dot1q 
DLS2 (config-if)#switchport trunk native vlan 500 
DLS2 (config-if)#switchport mode trunk 
DLS2 (config-if)#switchport nonegotiate 
DLS2 (config-if)#no shutdown 
DLS2 (config-if)#exit 
DLS2 (config)#interface range fastethernet0/7-8 
DLS2 (config-if)#desc member of po2 to ALS2 
DLS2 (config-if)#channel-group 2 mode active 
DLS2 (config-if)#exit 
DLS2 (config)#interface range fastethernet0/9-10 
DLS2 (config-if)#desc member of po3 to ALS2 




ALS1 (config)#interface range fastethernet0/7-10 
ALS1 (config-if)#switchport trunk native vlan 500 
ALS1 (config-if)#switchport mode trunk 
ALS1 (config-if)#switchport nonegotiate 
ALS1 (config-if)#no shutdown 
ALS1 (config-if)#exit 
ALS1 (config)#interface range fastethernet0/7-8 
ALS1 (config-if)#desc member of po1 to DLS1 
ALS1 (config-if)#channel-group 1 mode active 
ALS1 (config-if)#switchport trunk allowed vlan 
12,123,234,500,1010,1111,3456 
ALS1 (config-if)#no shutdown 
ALS1 (config-if)#exit 
ALS1 (config)#interface range fastethernet0/9-10 
ALS1 (config-if)#desc member of po3 to DLS2 
ALS1 (config-if)#channel-group 3 mode desirable 
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ALS1 (config-if)#switchport trunk allowed vlan 
12,123,234,500,1010,1111,3456 




ALS2 (config)#interface range fastethernet0/7-10 
ALS2 (config-if)#switchport trunk native vlan 500 
ALS2 (config-if)#switchport mode trunk 
ALS2 (config-if)#switchport nonegotiate 
ALS2 (config-if)#no shutdown 
ALS2 (config-if)#exit 
ALS2 (config)#interface range fastethernet0/7-8 
ALS2 (config-if)#desc member of po2 to DLS2 
ALS2 (config-if)#channel-group 2 mode active 
ALS2 (config-if)#switchport trunk allowed vlan 
12,123,234,500,1010,1111,3456 
ALS2 (config-if)#no shutdown 
ALS2 (config-if)#exit 
ALS2 (config)#interface range fastethernet0/9-10 
ALS2 (config-if)#desc member of po4 to ALS2 
ALS2 (config-if)#channel-group 4 mode desirable 
ALS2 (config-if)#switchport trunk allowed vlan 
12,123,234,500,1010,1111,3456 
ALS2 (config-if)#no shutdown 
ALS2 (config-if)#exit 
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3  
1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321  
2) Configurar DLS1 como servidor principal para las VLAN.  
3) Configurar ALS1 y ALS2 como clientes VTP. 
 
Se procede a configuración de VTP, pero solo cuenta hasta la versión 2, se 
configura el dominio, la contraseña y para ALS1 y ALS2 se deja como modo cliente 
en VTP.  
 
Se adjunta el código. 
  
Configuración DLS1 
DLS1(config)#vtp domain CISCO 
DLS1(config)#vtp password ccnp321 
DLS1(config)#vtp primary vlan 
 
Configuración DLS2 
DLS2(config)#vtp domain CISCO 
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DLS2(config)#vtp versión 2 
DLS2(config)#vtp mode client 
DLS2(config)#vtp password ccnp321 
 
Configuración ALS1 
ALS1(config)#vtp domain CISCO 
ALS1(config)#vtp versión 2 
ALS1(config)#vtp mode client 
ALS1(config)#vtp password ccnp321 
 
Configuración ALS2 
ALS2(config)#vtp domain CISCO 
ALS2(config)#vtp versión 2 
ALS2(config)#vtp mode client 
ALS2(config)#vtp password ccnp321 
 
e. Configurar en el servidor principal las siguientes VLAN: 
 
Tabla 3. Asignación de número y nombre de VLAN 
Número de VLAN Nombre de VLAN Número de VLAN Nombre de VLAN 
500 NATIVA 434 PROVEEDORES 
12 ADMON 123 SEGUROS 
234 CLIENTES 1010 VENTAS 
567 MULTIMEDIA 3456 PERSONAL 
 
En DLS1 como servidor principal se crean las VLAN, como Packet Tracert no es 
100% efectivo se debe ingresar el modo transparente VTP para crear las VLAN con 
más de tres dígitos.  
 






























f. En DLS1, suspender la VLAN 434.  
 
Packet Tracert no cuenta con la opción del cambio de estado a una VLAN por lo 
tanto para suspenderla se debe eliminar.  
 
Se adjunta el código y los pantallazos comprobando la configuración. 
 
Configuración DLS1 
DLS1(config)#no vlan 434 
DLS1(config-vlan)#exit 
 





g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1.  
 
En DLS2 se crean las VLAN, pero primero se ingresa el modo transparente en VTP.  
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Se adjunta el código. 
 
Configuración DLS2 
DLS2(config)#vtp ver 2 



























h. Suspender VLAN 434 en DLS2.  
 
Packet Tracert no cuenta con la opción del cambio de estado a una VLAN por lo 
tanto para suspenderla se debe eliminar.  
 
Se adjunta el código y los pantallazos comprobando la configuración. 
 
Configuración DLS2 
DLS2(config)#no vlan 434 
DLS2(config-vlan)#exit 
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i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red.  
 
Se procede a configurar la VLAN adicional en DLS2 únicamente. 
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j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 
1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234.  
 
Se configuran las VLAN principales y secundarias en DLS1, se evidencia que 
Packet tracert no reconoce las VLAN con más de tres dígitos por eso no hay 
veracidad en el resultado.  
 
Se adjunta el código y los pantallazos comprobando la configuración. 
 
Configuración DLS1 
DLS1(config)#spanning-tree vlan 1,12,434,500,1010,1111,3456 root 
primary 
DLS1(config)#spanning-tree vlan 123,234 root secondary 
 




k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 
una raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456.  
 
Se configuran las VLAN principales y secundarias en DLS2, se evidencia que 
Packet tracert no reconoce las VLAN con más de tres dígitos por eso no hay 
veracidad en el resultado. 
 
Se adjunta el código y los pantallazos comprobando la configuración. 
 
Configuración DLS2 
DLS2(config)#spanning-tree vlan 123,234 root primary  
DLS2(config)#spanning-tree vlan 1,12,434,500,1010,1111,3456 root 
secondary  
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l. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de estos puertos.  
 
Se configura las VLAN en cada interfaz port-channel 1 y 4 en DLS1 y de DLS2 en 
las interfaces port-channel 2 y 3, se evidencia un error ya que no se reconocen las 
VLAN con más de tres dígitos. 
 
Se adjunta el código y los pantallazos comprobando la configuración. 
 
Configuración DLS1 
DLS1(config)#interface port-channel 1 
DLS1(config-if)#swichport trunk allowed vlan 
12,123,234,500,1010,1111,3456 
DLS1(config-if)#exit 
DLS1(config)#interface port-channel 4 
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DLS2(config)#interface port-channel 2 
DLS2(config-if)#swichport trunk allowed vlan 
12,123,234,500,1010,1111,3456 
DLS2(config-if)#exit 
DLS2(config)#interface port-channel 3 
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m. Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera: 
 
Tabla 4. Asignación de VLAN a las interfaces de cada dispositivo 
Interfaz DLS1 DLS2 ALS1 ALS2 
Interfaz fa0/6 3456 12, 1010 123, 1010 234 
Interfaz fa0/15 1111 1111 1111 1111 
Interfaz fa0/16-18  567   
 
Se procede a configurar las VLAN a cada puerto según la tabla, se evidencia que 
Packet Tracert en los Switch modelo 3560 solo identifica un puerto por VLAN y como 
tal no se muestran un mismo puerto asignado a dos VLAN diferentes.  
 




DLS1(config-if)#swichport access vlan 3456 
DLS1 (config-if)#no shutdown 
DLS1(config-if)#exit 
DLS1(config)#interface fastethernet0/15 
DLS1(config-if)# swichport access vlan 1111 
DLS1 (config-if)#no shutdown 
DLS1(config-if)#exit 
 
DLS1#show vlan brief 
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DLS2(config)#interface fastethernet0/6 
DLS2(config-if)# swichport access vlan 12 




DLS2(config-if)# swichport access vlan 1111 
DLS2 (config-if)#no shutdown 
DLS2(config-if)#exit 
DLS2(config)#interface range fastethernet0/16-18 
DLS2(config-if)# swichport Access vlan 567 
DLS2 (config-if)#no shutdown 
DLS2(config-if)#exit 
 
DLS2#show vlan brief 
 
 





ALS1(config-if)# swichport access vlan 123 
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ALS1#show vlan brief 
 













ALS2#show vlan brief 
 
Figura 28. Se verifica la asignación de los puertos en ALS2. 
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Parte 2: conectividad de red de prueba y las opciones configuradas.  
 
a. Verificar la existencia de las VLAN correctas en todos los switches y 
la asignación de puertos troncales y de acceso  
 
Se realizan las verificaciones de cada configuración realiza, pero no cuenta con una 
efectividad del 100%, ya que el software no reconoce todos los comandos y las 
configuraciones realizadas a cada dispositivo.  
 
Se adjunta el código y los pantallazos comprobando la configuración. 
 
DLS1(config)#show vlan brief 
 
Figura 29. VLAN configuradas en DLS1 
 
 
DLS2(config)#show vlan brief 
 
Figura 30. VLAN configuradas en DLS2 
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ALS1(config)#show vlan brief 
 
Figura 31. VLAN configuradas en ALS1 
 
 
ALS2(config)#show vlan brief 
 
Figura 32. VLAN configuradas en ALS2 
 
 
b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente  
 
DLS1(config)#show etherchannel summary 
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DLS2(config)#show etherchannel summary 
 
Figura 34. Canales configurados en DLS2 
 
 
ALS1(config)#show etherchannel summary 
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Figura 35. Canales configurados en ALS1 
 
 
ALS2(config)#show etherchannel summary 
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Figura 37. Spanning-tree VLAN 12 en DLS1 
 
 
Figura 38. Spanning-tree VLAN 123 en DLS1 
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Figura 39. Spanning-tree VLAN 234 en DLS1 
 
 
Figura 40. Spanning-tree VLAN 500 en DLS1 
 
 
DLS1#show spanning-tree summary 
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Figura 43. Spanning-tree VLAN 12 en DLS2 
 
 
Figura 44. Spanning-tree VLAN 123 en DLS2 
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Figura 45. Spanning-tree VLAN 234 en DLS2 
 
 
Figura 46. Spanning-tree VLAN 500 en DLS2 
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Figura 47. Spanning-tree VLAN 567 en DLS2 
 
 
DLS2#show spanning-tree summary 
 


















OSPF es un protocolo Classless, significa que soporta VLSM y CIDR. A 
diferencia de EIGRP, incluye el concepto de área el cual sol se aplica a los 
enrutadores y para este trabajo se refiere a un conjunto de redes identificadas 
con el mismo ID. El protocolo del camino más corto (OSPF) también utiliza el 
algoritmo Dijstra para encontrar la mejor ruta hacia su red de destino.  
 
EIGRP proporcionando tiempos de convergencia extremadamente rápidos con 
un tráfico de red mínimo, se representa a la información de distancia de IGRP 
como un compuesto de ancho de banda disponible, demora, uso de carga y 
confiabilidad de link, esto permite afinar las características del link para alcanzar 
los trayectos óptimos. El protocolo de enrutamiento de pasarela interior mejorado 
(EIGRP) es un protocolo de pasarela interior adecuado para diferentes tipos de 
topologías.  
 
Se concluye que a pesar de que los softwares de Packet Tracer y GNS3 se 
desarrollaron para realizar simulaciones de topologías no cuentan con una 
efectividad del 100% ya que varios de los comandos no son reconocidos en el 
IOS y en el caso de las VLAN’s no muestra las mayores a tres dígitos cuando 
son configuradas adicional, adicional VTP solo es soportada hasta la versión 2, 
ocasionado limitación en las configuraciones.  
 
Se realiza la configuración de las VLANs y se identifica la importancia de 
segmentar la red, para tener una infraestructura segura lo cual ayuda a 
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