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Abstrakt 
Obsahem práce je optimalizace poèítaèové sítì strojírenské firmy Fritzmeier Vykov 
s.r.o. Cílem práce je kompletní revize stávajícího stavu kabelových rozvodù a aktivní 
prvkù. Zhodnocení stavu a teoretická východiska øeení. Návrh øeení na optimalizaci 
poèítaèové sítì dle platných norem. Výstupem práce je návrh na zmìny v oblasti 
pasivních a aktivních prvkù poèítaèové sítì. Zavedení aplikace pro správu a øízení 
síových prostøedkù. Návrh na odstranìní nedostatkù a doporuèení na budoucí rozvoj 
dalích oblastí poèítaèové sítì. 
 
Klíová slova 
Optimalizace poèítaèové sítì, strukturovaná kabelá, datový rozvadìè, LAN, VLAN, 
Switch, optická kabelá, metalická kabelá, PoE, QoS 
Abstract 
The content of the thesis is the optimisation of computer network of the engineering 
firm Fritzmeier Vykov. The aim of the thesis is a complete revision of the existing 
State of cable distribution and active devices. Assessment of the status and the 
theoretical background of the solution. Proposal for a solution to the optimisation of 
computer networks, according to the applicable standards. The output of the thesis is a 
proposal for changes in the field of passive and active devices of a computer network. 
Implementation of an application for the Administration and management of network 
resources. A proposal for the Elimination of flaws and recommendations for the future 
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Poèítaèové sítì jsou rozsáhlým tématem, které se dotýká prakticky vech aspektù 
poèítaèových technologií. Rozkvìt personálních poèítaèù v 80. a 90. letech 20. století 
pomohl zrodu síových technologií. Vzájemné propojení se stalo snadnìjí, levnìjí a 
zejména také více podporované standarty. Celé zástupy rùzných síových technologií 
daly vzniknout sítím TCP/IP a Internetu. 
 Hodnota a dostupnost firemních dat dnes mnohdy pøevyuje hodnotu výrobních 
prostøedkù, proto jsou logicky kladeny vysoké nároky na poèítaèové sítì a vedení 
spoleèností má vysoké nároky na profesionální øeení, které pøinese vysokou stabilitu a 
dostupnost s minimem prostojù. 
 I kdy není výpoèetní technika primárním oborem podnikání spoleènosti a není 
ani pøímo výrobním prostøedkem, je kvalitní a profesionální øeení pro firmu 














2. Vymezení problému a cíle práce 
 
 
Cílem práce je optimalizace poèítaèové sítì ve strojírenském podniku Fritzmeier 
Vykov s.r.o. V práci bude nejprve analyzován souèasný stav aktivních a pasivních 
prvkù poèítaèové sítì. V dalí èásti práce pak probìhne porovnání s poadavky 
spoleènosti na budoucí rozvoj informaèních technologií a porovnání s poadavky 
èeských norem na strukturovanou kabelá.  
 Velký dùraz bude tedy kladen zejména na poadavky spoleènosti do budoucna. 
Na dostateèné dimenzování strukturované kabeláe. Zajitìní vysoké míry dostupnosti 


















3. Analýza souasného stavu 
 
V této kapitole se budu vìnovat pøedstavení spoleènosti a analýzou souèasného stavu 
poèítaèové sítì ve spoleènosti Fritzmeier Vykov s.r.o. Popis areálu spoleènosti, 
jednotlivých objektù, kanceláøí, místností a datových center. Popisu páteøních 
propojovacích tras, linek, datových rozvadìèù, síových uzlù a koncových uzlù. Popis 
poèítaèového vybavení spoleènosti, poèet zamìstnancù pracujících s výpoèetní 
technikou a jejich nároky a plány do budoucna. 
 
3.1. Pedstavení spolenosti 
 
Firma Fritzmeier s.r.o. je souèástí koncernu Fritzmeier. Koncern Fritzmeier je nìmecká 
soukromá výrobní firma, zaloená v roce 1926, která se zabývá výrobou komponentù 
jak pro zemìdìlské, stavební a manipulaèní stroje (kabiny, karoserie, bezpeènostní 
rámy), tak dílù pro osobní i nákladní vozy. V souèasné dobì má koncern 11 výrobních 
závodù v sedmi zemích, dynamicky se rozvíjející obrat (v obchodním roce 1996/1997 
125 mil. EUR a v obchodním roce 2007/2008 ji kolem 550 mil. EUR) a pøes 2.500 
zamìstnancù. Mezi nejvìtí zákazníky patøí firmy z oblasti výroby osobních i 
nákladních vozidel jako MAN, BMW, MERCEDES, ale i dalí z oboru tìké stavební, 
manipulaèní i zemìdìlské techniky jako LINDNER, LIEBHERR, KUBOTA, 
CATERPILLAR, HITACHI, LINDE nebo STILL. Celý koncern dodává na trh okolo    
100 000 kabin roènì a zaujímá tak na nìm podíl asi 40 %. 
  
Firma Fritzmeier s.r.o. nedávno oslavila 15 let pùsobení na území Èeské republiky. 
V roce 1992 byla zaloena se sídlem v Rousínovì pod názvem GFR spol. s.r.o. a od 
roku 1998 pùsobí v prùmyslové zónì mìsta Vykova pod názvem Fritzmeier s.r.o. V 
souèasné dobì zamìstnává pøes 500 zamìstnancù a díky neustále rostoucí výrobì a 
plánovanému roziøování firmy se oèekává pokraèující rùst poètu zamìstnancù i v 
dalích letech. V obchodním roce 2007/2008 dosáhla firma Fritzmeier s.r.o. obratu pøes 




3.2. Areál spolenosti 
 
Areál spoleènosti se rozprostírá na velké ploe. Hlavní èásti jsou tøi velké 
výrobní haly. V jednotlivých halách jsou rozmístìny výroby, které musí být z dùvodu 
technologie oddìleny. Pøíbuzné obory výroby nebo ty, co na sebe pøímo navazují, jsou 
umístìny vìtinou do stejných objektù. Kadý z tìchto objektù je z pohledu 
poèítaèových sítí specifický. Nachází se zde rùzné kanceláøe pro øízení výroby, 
technologické pøípravy a administrativy. Poèítaèové sítì jsou té rozvedeny i pøímo do 
výrobních neb skladovacích prostor. Zejména dùleité je síové pøipojení rùzných CNC 
strojù, robotizovaných pracovi, skladovacích prostor, kontrolních stanovi, mìøení 
teplot a vlhkosti, pøístupové body bezdrátových sítí. Do vech prostor je té rozvedena 
telefonní sí a základnové stanice pro bezdrátové telefony DECT.  
 
3.2.1. Pøíprava výroby 
 
Hala pøípravy výroby je nejvìtí z budov nachází se zde faktické centrum tìch 
nejdùleitìjích vìcí ve spoleènosti. Tato budova jako jediná ze vech hlavních objektù 
byla zakoupena v havarijním stavu a kompletnì zrekonstruovaná. I pøesto nese znaky 
nemoderního prostorového øeení a sloitého pøizpùsobování moderním technologiím a 
trendùm ve výstavbì výrobních a kanceláøských prostor. Pøi rekonstrukci tohoto objektu 
nebylo pøihlédnuto k poadavkùm na informaèní technologie a poèítaèoví sítì, a proto 
je jejich postupná integrace a roziøování velmi sloité, nákladné a mnohdy a nemoné. 
V objektu se nachází centrum výroby z kovu. Pøíprava výroby, zde se zpracovává 
kovový materiál øezáním, ohýbáním, lisováním, 2D a 3D zpracování plechu, svaøování, 
brouení a kytování. Pøední èást budovy je pøizpùsobena pro administrativu. Kanceláøe 
jsou zde v jedné linii o délce 100 metrù. V této administrativní èásti se nachází vedení 
spoleènosti, ekonomické oddìlení a úètárna, technická pøíprava výroby a programování 
CNC strojù, nákup a oddìlení øízení výroby. Je zde také hlavní datová místnost. Je 
strategicky umístìna uprostøed. Jsou zde zakonèeny okruhy poskytovatelù pøipojení 
k síti internet a telefonní linky. V rozvadìèích poèítaèové sítì jsou zakonèena optická 
vlákny pro páteøní sekci. Páteøní sekce je propojení optickými kabely mezi budovami, 
ve kterých jsou zakonèeny v podruných rozvadìèích nebo podruných datových 
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místnostech. Je zde také zakonèena horizontální sekce. Horizontální sekce je kabelové 
vedení realizované v rámci tohoto souboru kanceláøských prostor. Zde je realizováno 
pouze metalickými kabely. V hlavní datové místnosti je rovnì umístìna poboèková 
telefonní ústøedna. V samostatné rackové skøíni jsou zde i servery.  
 
3.2.2.  Montá 
 
Hala montáe byla postavena v roce 2007 jako novostavba a nachází se v ní 
technologie kompletace kabin. Ve zkratce to znamená vybavení nalakovaného skeletu 
skly, plasty, dveømi, elektroinstalací, klimatizací a rùznou elektrotechnikou. Provoz je 
tedy velmi podobný automobilovému prùmyslu. Hala obsahuje nìkolik pásù výroby 
jednotlivých typù kabin, sklady a administrativní èást. Výrobní pásy jsou, co se týká 
poèítaèových sítí vybaveny vdy kontrolním stanovitìm. Kontrolní stanovitì je 
poèítaèová jednotka s elektronikou pro výstupní kontrolu elektroinstalace kabiny. Na 
výrobní lince jsou také telefony, èidla pro mìøení teploty a vlhkosti a snímaèe pro øízení 
kontrolu èasového plánu výroby. Vechna tato zaøízení jsou zapojena do poèítaèové 
sítì. V pøízemí administrativní èásti jsou kanceláøe mistrù montáe. V prvním poschodí 
jsou takté kanceláøe pro administrativní pracovníky montáe a jejich vedení. Kanceláøe 
jsou standardnì vybaveny jednotlivými poèítaèi pøípadnì laptopy, síovými tiskárnami 
pøípadnì multifunkèními kopírovacími stroji. V zadní èásti haly je sklad. Ve skladu jsou 
rovnì poèítaèe pro evidenci pøíjmu zboí, èidla pro mìøení teploty a vlhkosti. Tato 
budova nemá oddìlenou datovou místnost, proto byl datový rozvadìè umístìn do 
prostoru skladu. Zde je zakonèena páteøní sekce optického vedení a horizontální sekce 





Hala lakovny je, co se týèe technologie nejzajímavìjí. Byla postavena v téme 
roce jako hala montáe a témìø zrcadlovì stejná je i jednou stìnou na objekt montáe 
pøipojena. Jsou zde sice prùchody, ale jinak jsou haly poárnì oddìleny. Vìtinu 
prostoru objektu zabírá technologie lakovací linky. Jedná se o moderní lakovací linku 
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postavenou na principu úspory energií a etrnosti k ivotnímu prostøedí. Lakování je 
bezacetonové a vechny prostøedky, vèetnì samotné barvy, jsou na vodné bázi. 
Lakovací linka má mnoho kontrolních stanovi, vybavených poèítaèovými stanicemi. 
Vechny jsou samozøejmì propojeny poèítaèovou sítí, ale ta je fyzicky oddìlena od 
firemní poèítaèové sítì. Oddìlení je strategické a není ádný dùvod, aby jednotlivé 
komponenty byly do firemní poèítaèové sítì pøipojeny. Pøipojen je pouze jejich øídící 
server. Hala lakovny má vlastní datovou místnost. Zde je zakonèena páteøní sekce 
optických kabelù a horizontální sekce, která je tvoøena pouze metalickými kabely pro 
administrativní èást lakovny. V pøízemí administrativní èásti jsou kanceláøe mistrù 
lakovny a v prvním poschodí se nachází kanceláøe technického øízení provozu lakovna a 
jeho vedení. Kanceláøe jsou standardnì vybaveny jednotlivými poèítaèi pøípadnì 
laptopy, síovými tiskárnami pøípadnì multifunkèními kopírovacími stroji. V datovém 
rozvadìèi je tedy zakonèena páteøní sekce a horizontální sekce firemní poèítaèové sítì a 
zároveò i horizontální sekce místní sítì lakovací linky. Rozvadìèi je umístìn kamerový 




















3.3. Pátení sekce 
 
 
Obrázek 1: Páte!ní sekce (vlastní zpracování) 
 
Páteøní sekci poèítaèové sítì podniku tvoøí kabelá mezi hlavní datovou 
místností a podrunými datovými místnostmi v dalích objektech nebo rozvadìèi, které 
obsahují aktivní prvky sítì. 
 Mezi hlavní datovou místností a datovou místností lakovny je nataen 16 
vláknový optický kabel single-mode, 100 ilový SYKFY 50x2x0,5 kabel pro analogové 
a digitální telefonní aparáty a dva osmi-ilové UTP kabely pro základnové stanice 
bezdrátových telefonù DECT. Optický kabel je na obou stranách zakonèen v optických 
vanách. Zde ji jsou pøipojeny patch kabely k jednotlivým aktivním prvkùm dle 
potøeby. SYKFY 50x2x0,5 kabel je na obou stranách ukonèený do dvou patch panelù. 
Na stranì hlavního rozvadìèe jsou patch kabely propojeny k jednotlivým portùm 
poboèkové ústøedny a na stranì rozvadìèe lakovny propojují patch kabely porty na 
patch panelech páteøní a horizontální sekce.  
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Mezi hlavní datovou místností a datovým rozvadìèem montáe je nataen osmi 
vláknový optický kabel single-mode, 50 ilový SYKFY 25x2x0,5 kabel pro analogové a 
digitální telefonní aparáty a dva osmi-ilové UTP kabely pro základnové stanice 
bezdrátových telefonù DECT. Optický kabel je na obou stranách zakonèen v optických 
vanách. Zde ji jsou pøipojeny patch kabely k jednotlivým aktivním prvkùm dle 
potøeby. SYKFY 25x2x0,5 kabel je na obou stranách ukonèený do dvou patch panelù. 
Na stranì hlavního rozvadìèe jsou patch kabely propojeny k jednotlivým portùm 
poboèkové ústøedny a na stranì rozvadìèe montáe propojují patch kabely porty na 
patch panelech páteøní a horizontální sekce.   
Mezi hlavní datovou místností a rozvadìèem kanceláøe mistrù pøípravy výroby 
jsou nataeny dva metalické kabely UTP pro fyzické propojení aktivních prvkù, 50 
ilový SYKFY 25x2x0,5 kabel pro analogové a digitální telefonní aparáty. SYKFY 
25x2x0,5 kabel je na obou stranách ukonèený do dvou patch panelù. Na stranì hlavního 
rozvadìèe jsou patch kabely propojeny k jednotlivým portùm poboèkové ústøedny a na 
stranì rozvadìèe kanceláøe mistrù výroby propojují patch kabely porty na patch 
panelech páteøní a horizontální sekce.   
Mezi hlavní datovou místností a rozvadìèem kanceláøe pøíjmu zboí jsou 
nataeny dva metalické kabely UTP pro fyzické propojení aktivních prvkù, 50 ilový 
SYKFY 25x2x0,5 kabel pro analogové a digitální telefonní aparáty. SYKFY 25x2x0,5 
kabel je na obou stranách ukonèený do dvou patch panelù. Na stranì hlavního 
rozvadìèe jsou patch kabely propojeny k jednotlivým portùm poboèkové ústøedny a na 
stranì rozvadìèe kanceláøe pøíjmu zboí propojují patch kabely porty na patch panelech 
páteøní a horizontální sekce. 
Mezi hlavní datovou místností a rozvadìèem technologù výroby jsou nataeny 
dva metalické kabely UTP pro fyzické propojení aktivních prvkù sítì. V rozvadìèi je 
umístìn jeden patch panel pro páteøní i horizontální sekci. 
 
3.4. Horizontální sekce 
 
Horizontální sekce poèítaèové sítì je kabelá mezi rozvadìèem horizontální 
sekce a uivatelskými zásuvkami v oblastech pracovního pùsobení. Tvoøí ji kabely UTP 
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s vodièem typu drát, zakonèeny jsou v patch panelech a v zásuvkách a délka linky 
nepøesahuje 90 m.  
V kanceláøské èásti budovy haly pøípravy výroby je horizontální sekce 
nejrozsáhlejí. V hlavním rozvadìèi se nachází celkem deset patch panelù. Podstatná 
èást patch panelù tvoøí páteøní telefonní sít mezi podrunými a hlavním rozvadìèem. 
Jeden samostatný panel je pouze pro síové zásuvky umístìné pøímo v prostorách 
výroby a jsou na nìm pøipojené CNC stroje a jiné výrobní zaøízení. Zbytek tvoøí 
pracovní sekci kanceláøských prostor. Pøipojené jsou zde hlavnì osobní poèítaèe, 
tiskárny, kopírovací stroje. Nezanedbatelnou èást horizontální kabelové sekce zabírají 
té analogové èi digitální telefony a faxy. 
V tée budovì je také vzdálená kanceláø mistrù pøípravy výroby. Vzhledem 
k poètu pøípojných míst byl zde umístìn dalí horizontální rozvadìè. Obsahuje patch 
panel páteøní sekce telefonní sítì, páteøní propojení pomocí dvou UTP kabelù. 
Horizontální pracovní sekci zde tvoøí dva patch panely. Pøipojeno je zde nìkolik 
osobních poèítaèù, telefony a síové tiskárny. V blízkosti se nachází také mìrné 
støedisko kontroly kvality. Zdejí poèítaèové pracovní stanice vyadují síové pøipojení 
pro vìtí objem pøenáených dat. Ukládají se velké mìrné protokoly, zvlátì pak pøi 3D 
mìøení. 
V dalí èásti budovy se nachází kanceláø pøíjmu zboí. Z dùvodu rozíøení poètu 
pracovních míst zde byl umístìn dalí rozvadìè horizontální sekce. Je zde umístìn patch 
panel pro páteøní sekce telefonní sítì a páteøní propojení pomocí jednoho UTP kabelu. 
Jeden patch panel je tu pro samotnou horizontální kabelá. V kanceláøi je pøipojeno 
nìkolik osobních poèítaèù, té telefony a síové tiskárny. 
V budovì lakovny je horizontální rozvadìè umístìn ve vyhrazené datové 
místnosti. V rozvadìèi je zakonèeno páteøní propojení optickým kabelem v optické 
vanì. Také je zde páteøní patch panel pro telefonní sí. Horizontální sekci zde tvoøí 
jeden patch panel pro pracovní stanice, telefony a síové tiskárny a samostatný patch 
panel pro pracovní stanice technologie lakovací linky. Tyto dvì samostatné sítì jsou 
fyzicky oddìleny.  
V budovì montáe se nachází horizontální rozvadìè z dùvodu nedostatku místa 
ve skladu. V rozvadìèi je zakonèeno páteøní propojení optickým kabelem v optické 
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vanì. Také je zde páteøní patch panel pro telefonní sí. Horizontální sekci zde tvoøí 
jeden patch panel pro pracovní stanice, telefony a síové tiskárny.     
 
3.5. Aktivní prvky 
 
Vechny aktivní prvky poèítaèové sítì ve firmì jsou od jednoho výrobce a to 
Hewlett Packard. V datových rozvadìèích jsou umístìny pøepínaèe HP ProCurve øady 
2800. Konkrétnì se jedná o model 2848 a 2824. Tato modelová øada se vyznaèuje 
vysokým výkonem pøepínání pro výkonné pracovní skupiny. Vynikají velmi nízkou 
latencí a irokými monostmi pouití. Oznaèení 24 a 48 je poèet osazených portù. Porty 
mají automatickou detekci 10/100/1000Base-T RJ-45 a vdy ètyøi porty jsou duální. 
Tyto duální porty je moné pouít pro standardní pøipojení RJ-45 nebo volitelnì 
zásuvný modul mini-GBIC. Zásuvný modul se pouívá pro pøipojení páteøního spoje na 
optickém kabelu. Moné je pouít nìkolik typù podle konektorù optických patch kabelù 
èi fyzikálních vlastností optického vlákna. 
Optické transceivery jsou normalizované zaøízení, zásuvné media konvertory pro 
pouití v produktech tøetích výrobcù. Jak ji název napovídá, transceivery v sobì vdy 
sdruují vysílaè/transmitter a pøijímaè/reciever. Z toho také vyplívá, e pro obousmìrný 
provoz potøebujeme mít k dispozici 2. vlákna. (13) 
  
Pro obousmìrný provoz po jednom vláknì se pouívají speciální WDM moduly, 
které fungují na principu rozdílných vysílacích vlnových délek (dodávají se vdy v páru 







Obrázek 2: Zásuvný modul mini-GBIC (1) 
 
Samozøejmì je moné pouít vdy pouze jeden z portù. Druhý se potom stává 
neaktivní. Aktivní prvek v sobì kombinuje tedy rozhraní jak páteøní tak i horizontální 
sekce. Pøepínaèe øady 2800 mají také monost být pøipojeny k systému ProCurve 
EPS/RPS a pøijímat plnì redundantní napájení z této jednotky. Pokud vnitøní zdroj 
pøepínaèe sele, jednotka EPS/RPS okamitì poskytne zdroj napájení pro nepøeruený 
chod zaøízení.     
Hlavní datový rozvadìè v administrativní èásti haly pøípravy je osazen dvìma 
kusy pøepínaèù  HP ProCurve Switch 2848. Jejich vzájemné propojení je pøes jeden, 
ze 48 gigabitových portù. Vechny ostatní porty jsou zcela obsazeny pøipojenými 
zaøízeními, jako jsou servery, osobní poèítaèe, laptopy, síové tiskárny, kopírovací 
stroje a dalí zaøízení, vyuívající pro své úèely poèítaèové sítì. V obrázku èíslo 1 je 
hlavní rozvadìè oznaèen jako R1. Jeden z tìchto pøepínaèù je vybaven dvìma moduly 
Gigabit-LX mini-GBIC. Tyto moduly jsou pak pøipojeny pomocí optického patch 
kabelu na zakonèení optické páteøní sítì, optické vany. Toto pøipojení je konkrétnì do 
datové místnosti na haly lakovny, oznaèeno jako rozvadìè R3 a rozvadìè R2, který se 






Obrázek 3: HP Procurve Switch 2848 (1) 
 
 
Rozvadìè v datové místnosti haly lakovny obsahuje té pøepínaè 2848, osazený 
gigabitovým LX mini-GBIC modulem. Pøipojený je také optickým patch kabelem na 
ukonèení páteøního optického vedení v optické vanì. Zde je poèet pouitých portù 
pøepínaèe znaènì mení. Dùvodem je, e na lakovnì pracuje pouze malá èást 
administrativních pracovníkù a technologická èást lakovny pracuje s vlastním 
pøepínaèem, který je fyzicky od firemní poèítaèové sítì oddìlen. Rezerva v podobì 
portù je tu tedy dostateèná. Mezi hlavním rozvadìèem R1 a rozvadìèem lakovny R3 je 
vytvoøena virtuální nezávislá sí tak zvaná VLAN. Na kadém z pøepínaèù je takto 
oznaèen jeden z portù a pøenáí do datového rozvadìèe  R3 samostatný datový okruh 
s vyhrazenou veøejnou IP adresou. Tato virtuální sí umoòuje zpøístupnit 
technologické zaøízení lakovací linky výrobci, aby mohl provádìt servisní zásahy na 
svém zaøízení a komunikace byla zcela vylouèena mimo firemní poèítaèovou sí.  
Rozvadìè na haly montáe je osazen pøepínaèem 2824 a je tedy vybaven 24 
gigabitovými porty. V jednom z duálních portù je umístìný gigabitový LX mini-GBIC 
modul. Pøipojen je opìt pomocí optického patch kabelu k ukonèení páteøního optického 
vedení. Zde jsou beze zbytku vechny ostatní porty obsazeny a nezbývá ádný prostor 




Obrázek 4: HP Procurve Switch 2824 (1) 
 
Rozvadìèe R4, R5 a R6 jsou umístìny v kanceláøích, kde pracují mení skupiny 
zamìstnancù se stejným nebo podobným zamìøením. Tyto vìtí kanceláøe byly 
vybaveny kadá vlastním datovým rozvadìèem. Dùvodem byl vìtí poèet síových 
zásuvek v jedné kanceláøi a zároveò vzdálenost této kanceláøe od hlavního datového 
rozvadìèe budovy. Ne tedy vést velké mnoství dlouhých ethernetových kabelù, je 
vhodnìjí vybudovat v místì podruný rozvadìè a horizontální sekci zde realizovat jen 
jako nejkratí vedení. Vechny tyto tøi rozvadìèe tady pokrývají potøeby odlouèených 
kanceláøí s vìtím mnostvím pøípojných zaøízení. 
V rozvadìèích R4, R5 a R6 je osazen pøepínaè HP V1810-8G Switch. Tento 
pøepínaè je ze základní série HP-SMART spravované, konfigurovatelné a gigabitové 
pøepínaèe. Je urèen spíe pro malé podniky, kde je potøeba jednodue spravovat a øídit 
aktivní síové prvky. Pøepínaè má osm gigabitových portù, z nich jeden je moné 
vyuít ke vzdálenému napájení (PoE). Pøepínaè podporuje prioritu pøenosù QoS a 
bezpeènostní prvky jako denial-of-service (DoS). K významné funkci patøí také podpora 
VLAN a spojování portù (Port-Trunking). Pøipojení k hlavnímu pøepínaèi je realizováno 





Obrázek 5: HP Procurve Switch 1810-8G (3) 
        
     
























4. Teoretická východiska eení 
 
4.1. Pehled typ! sítí 
Sítì tøídíme podle velikosti, uspoøádání a architektury. Drobné propojení dvou 
poèítaèù USB kabelem, nebo pøipojení nìkolika zaøízení technologií Bluetooth je ve své 
podstatì sí, i kdy vìtina lidí je za sí nepovauje nebo si to neuvìdomuje. Z hlediska 
uspoøádání jsou právì nejmeními sítìmi sítì PAN (Personal Area Network). Jsou to 
právì ony zmiòované sítì realizované technologií Bluetooth. Pøipojení probíhá 
nejèastìji mezi poèítaèi, mobilními telefony, PDA, tablety, herní konzole, ovládací 
zaøízení, GPS zaøízení, tiskárny a mnohé dalí. Technologie Bluetooth splòuje definici 
sítì, zaøízení je nutné pøed pouitím konfigurovat a nastavit. (SOSINSKY 2010) 
LAN (Local Area Network) místní sí, kde pojem místní mùe znamenat mnoho 
rozliných typù. Místní sí v rámci jednoho pokoje, bytu, domu, kanceláøe, patra, 
kanceláøské budovy, firmy a mnoho dalích. Zde vude mohou být místní sítì typu 
LAN. Vyznaèují se tím, e se vechny komunikující uzly nacházení ve stejném IP 
rozsahu adres (napø. 192.168.0.x). Místní sítì té rozdìlují aktivní prvky typu Router 
nebo most. Dejme tomu, e máme místní sí skládající se z nìkolika poèítaèù 
propojených jednou fyzickou sítí, ale nìkolik z nich pracuje s jiným adresním rozsahem 
a jejich provoz øídí inteligentní pøepínaè. Aèkoliv je tu pouze jedna fyzická sí, sítì 
LAN tu máme dvì. Sítì LAN jsou charakteristické komunikaèními pravidly, adresním 




Dalí zpùsob klasifikace poèítaèových sítí je podle jejich topologie. Zde 
sledujeme rozloení èi seøazení síových prvkù, a to jak zaøízení, tak i jejich propojení. 
Protoe cokoli se síovou adresou je povaováno za síový element, lze prohlásit za 
logický nebo virtuálnì síový prvek také software, a ve vech pøípadech je tøeba jej 
zahrnout do popisu topologie (SOSINSKY 2010) 
Topologii rozliujeme na fyzickou, logickou, hybridní a signální. Fyzická 
topologie se zabývá vztahy mezi fyzickými zaøízeními, která tvoøí sí a prvky. Logická 
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topologie øeí vztahy èi hierarchii funkèních sloek sítì a hybridní topologie kombinuje 
obì tyto topologie do jediného obrazu topologie. Zakreslování sítì pomocí signální 
topologie bývá ménì èasté. Slouí pøedevím k zobrazování urèitých typù signálù a 




4.2.1. Fyzická topologie 
 
Fyzická topologie mùe mít nìkolik podob: 
· Sbrnice - uzly pøiléhají k pøímoèarému kmeni 
· Hvzda - mnoho uzlù ke vzájemné propojeno prostøednictvím jediného uzlu 
· Kruh - uzly jsou spojeny do cyklické kmenové trasy 
· Sple  - uzly jsou pøímo propojeny s dalími uzly (té zvaná pletivo nebo pavuèina) 
· Strom -  uzly v síti se rozvìtvují jako vìtve skuteèného stromu 
 
Mnohé sítì jsou ve skuteènosti kombinací uvedených typù topologie 
(SOSINSKY 2010). 
 






4.2.2. Topologie sbìrnice 
 
Sbìrnice se jako pøenosné médium vyskytuje pomìrnì èasto. Spojuje dva nebo 
více síových uzlù, zvaných té jako koncové body. Tyto koncové body oznaèují takové 
uzly, které mají klíèovou vlastnost pro síovou komunikaci: schopnost být adresovány 
(SOSINSKY 2010). Síová karta poèítaèe mùe získat adresu, a je tedy koncovým 
bodem èili uzlem sítì, a stejnì tak smìrovaè (SOSINSKY 2010). Koncovými body 
smìrnice mohou být také jednotlivé porty smìrovaèe nebo pøepínaèe.  
Prvním pøíkladem sbìrnice je pøímoèará sbìrnice. Jedná se o soubor spojù èi 
propojení, kde kadý krouek pøedstavuje síový uzel neboli koncový bod (viz 
obrázek). Jednotlivé informace tak po sbìrnici pøechází z jednoho uzlu k dalímu, 
dokud nenarazí na svùj zamýlený cíl, jím je koncový bod. Zaøízení, které napomáhá k 
tomu, aby vechny uzly ve sbìrnicové síti byly od sebe odlieny, se nazývají 
terminátory. Tyto terminátory pøevzatý signál ze sítì pohltí a nedochází tak k jeho 
dalímu íøení.    
Pøímoèarý sbìrnicový systém s páteøní nebo kmenovou linkou je sice úèinná 
technologie, ale chybí ji flexibilita (SOSINSKY 2010). Tím je mínìno, e sbìrnice se 
obtínì adaptuje na zmìny v poètu uzlù, na pøemístìní uzlù a dalí promìny prostøedí, 
které mohou nastat (SOSINSKY 2010). Tento problém napomáhá vyøeit pouití 
distribuované sbìrnice. Velmi èasto se stává, e se distribuovaná sbìrnice zamìòuje se 
stromovou topologií. Rozdíl je v tom, e v distribuované sbìrnici chybí centrální uzel, 
do kterého se sbíhají vechny ostatní uzly, tudí zde není ádná hierarchie. 
 
 





4.2.3. Topologie hvìzdy 
 
Pouití této topologie je pomìrnì èasté. Jak u znaèí název, jedná se o paprsèité 
uspoøádání, kdy se jednotlivá bodová spojení odvìtvují z jediného tzv. centrálního uzlu, 
jím prochází vechna data. Sítì s topologií hvìzdy se mohou stavìt i tak, e centrální 
rozboèovaè propojuje dvì nebo více hvìzdicových sítí dohromady (SOSINSKY 2010). 
Jedná se o rozíøenou neboli distribuovanou hvìzdu zapojující do spojení jeden nebo 
více opakovaèù, které slouí ke zdolávání vìtích vzdáleností. Kdy je tento opakovaè v 
rozíøené hvìzdì nahrazen pøepínaèem, vytvoøíte hybridní topologii, která bývá 
oznaèována jako fyzická topologie hvìzdy (SOSINSKY 2010).  
Topologie distribuované hvìzdy mùe vzájemnì propojovat a nìkolik 
hvìzdicových sítí do uzavøeného kruhu. Jednotlivé hvìzdy jsou si rovnocenné a 
neexistuje zde ádná hierarchie nebo centrální èi primární spojení. 
 
 
Obrázek 8: Topologie hv!zda (4) 
 
4.2.4. Topologie kruhu 
 
Pro topologii kruhu je typické pouívání topologie uzavøené smyèky, ve které je 
kadý uzel jak poèáteèním tak koncovým bodem datových pøenosù. Zde se datové 
pakety pohybují jedním smìrem, aby nedolo ke kolizím signálu a interferencím 
vedoucí k chybám signalizace. Tento problém vak mùe vyøeit topologie dvojitého 
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kruhu, kdy lze posílat data v obou smìrech. Jinou moností je vyuití druhého kruhu 
buï jako øídícího kanálu, nebo pojistky pro pøípad výpadku a zajitìní lepí odolnosti 
vùèi chybám (SOSINSKY 2010). 
Mezi nejznámìjími pøíklady kruhové topologie patøí sítì typu Token ring (od 
IBM), ARCNET, Token bus a Fiber Distributed data interface (FDDI). Sítì Token ring 
pouívají kabelá uspoøádanou do podoby hvìzdy, ale kadá odno hvìzdy má dva 
spoje do centrálního bodu, èím je vytvoøen kruh (SOSINSKY 2010). Centrální uzel se 
podle standartu IEEE 802.5 nazývá vícebodová pøístupová jednotka (Multistation 
Access Unit, zkratka MAU). 
 
 
Obrázek 9: Topologie kruh (4) 
 
4.2.5. Topologie spleti 
 
Sí této topologie je taková sí, kde jsou jednotlivé uzly propojeny bodovým 
spojením s kterýmkoli jiným uzlem. Tyto sítì vak vykazují znaèné rozvìtvení, co je 
dùsledkem tzv. Reedova zákona. Podle nìj mají sítì s topologií spleti hodnotu pøímo 
úmìrnou exponentu poètu uzlù: 2n-n-1 kde n je poèet uzlù. Rozliujeme èásteènì nebo 
úplnì propojené sítì. Úplnì propojené sítì se prakticky nevyskytují, jeliko poèet spojù 
poadovaných k realizaci je èiní dosti nákladnými. V èásteènì propojené síti je vìtina 
uzlù pøímo bodovì spojena s více ne jedním uzlem. Nedostatek jedineèných propojení 
je pøíèinou jistého zpodìní v topologii spleti, ale to se dá snadno pøekonat 
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inteligentním smìrováním, které, kdy neexistuje pøímá cesta, vyhledá jinou 
pouitelnou trasu (SOSINSKY 2010). Typickým pøíkladem sítì s touto topologií je 
Internet. 
 
Obrázek 10: Topologie sple! (4) 
 
4.2.6. Topologie stromu a hierarchie sítì 
 
U stromové sítì musí existovat alespoò tøi úrovnì, abychom nedostali topologii 
hvìzdy se dvìma úrovnìmi. Nejvyí úroveò je koøenová úroveò. V této hierarchii  je 
jediný uzel propojený s uzly druhé úrovnì. Uzly druhé úrovnì se následnì propojují s 
jedním nebo více uzly na tøetí úrovni a z kadé dalí úrovnì se pak vdy odvìtvuje 
úroveò dalí. Podle poètu uzlù, které jsou pøipojené k rodièovskému uzlu, rozliujeme 
tzv. faktor rozvìtvení. V nìkterých sítích je vyadováno symetrické vìtvení a v tìchto 
pøípadech musí být faktor rozvìtvení (f) alespoò 2 nebo vìtí, jinak bychom dostali 
zcela lineární, pøímoèarou topologii (SOSINSKY 2010). Stromová sí se znázoròuje 
ponìkud netypicky. Koøen sítì je v diagramu nahoøe a koruna je pak tedy znázornìna 
smìrem dolù. Prohledávání je v tomto systému velmi efektivní ve srovnání s lineární 
topologií èi obecné spleti.  
Nevýhodou hierarchických sítí jsou zvyující se reijní náklady spojené s 
pøenosem dat mezi úrovnìmi smìrem vzhùru, protoe uzly v úrovni nad aktuálním 




Obrázek 11: Topologie strom (5) 
 
4.3. Hybridní topologie 
 
Jestlie smícháme vechny zmiòované topologie, vznikne nám hybridní 
topologie. Rozliujeme hvìzdicovou sbìrnici, hierarchickou hvìzdu, hvìzdicový kruh a 
hybridní sple. Hvìzdicová sbìrnice pøipojuje dvì nebo více fyzických hvìzdicových 
sítí k jedné sbìrnici. Hierarchická hvìzda je sí, kde kadý uzel stromové struktury je 
zároveò rozboèovaèem, z nìho se odvìtvují periferní spojení hvìzdy. Hvìzdicový kruh 
je tvoøen z centrálního rozboèovaèe, jeho signály se sekvenènì íøí na vechny 
dostupné periferní uzly pøipojené k rozboèovaèi. Hybridní sple je kombinace topologie 




Obrázek 12: Hybridní topologie Cesnet (6) 
 
4.4. Logická topologie 
 
Tato topologie zobrazuje cestu, kterou vykonají datové pakety od uzlu k uzlu. 
První z této topologie je logická topologie øetìzu, její sí má podobu pøímého nebo 
jako uzavøeného kruhového øetìzu.  Dalí topologií je logická topologie hvìzdy, kde 
centrální uzel vysílá signál vemi smìry v dané síti. Jestlie je signál potvrzen, mùe 
zaèít pøenos dat. Poslední je logická topologie spleti, pro kterou jsou charakteristické 
víceèetné trasy mezi dvojicemi uzlù. Typickým pøíkladem téhle sítì tzv. møíková sí, 
kterou tvoøí spletité sítì uspoøádané do pøímých nebo kruhových útvarù. 
 
4.5. Sí!ový zásobník 
 
Obecnì se jedná o model a architekturu, která popisuje síové pøenosy mezi 
dvìma poèítaèovými systémy. Dùvodem jejich vzniku je, aby zaøízení a sluby v síti 
mohly být standardizovány, co umoòuje komunikaci mezi jednotlivými síovými 
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komponentami, které pracují na rùzných úrovních v síti. V souèasnosti mezi 
nejdùleitìjí síové modely patøí model OSI (Open Systéme Interconnection) od 
organizace ISO a TCP/IP internetový model. 
 
 
4.6. Referenní model OSI 
 
Princip tohoto modelu je zaloen na rozdìlení síové komunikace do sedmi 
vrstev, které se zároveò pouívají v procesu výmìny dat. Kadá vrstva v prùbìhu 
odesílání obaluje data dalími informacemi, zatímco pøi pøijímání dat se tato data 
pouívají a odebírají (SOSINSKY 2010). Jednotlivé vrstvy jsou oèíslované od 1do 7 v 
tomto poøadí: 








4.6.1. Fyzická vrstva 
 
Jedná se o vrstvu odpovìdnou za pøenáení bitù informací z jednoho místa na 
druhé.  Zjednoduenì øeèeno jde o tzv. pøenosové médium. Zaøízení fyzické vrstvy musí 
obsahovat komponenty pro elektrické nebo jiné spojení, zajiovat spojení s dalími 
zaøízeními a øeit dalí elektrické a mechanické aspekty pøenosu  (SOSINSKY 2010). 
Mezi nejèastìji pouívaná média na fyzické vrstvì jsou:  
 
- Mìdìné kabely a dráty, kam patøí nìkolik kategorií ethernetových kabelù 
(stanovené specifikacemi jako CAT5 a CAT6), kroucená dvoulinka podobná telefonním 
drátùm nebo kabelùm pouívaných pro mení bodové sítì jako AppleTalk od firmy 
Apple, a dalí (SOSINSKY 2010). 
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- Optická sklenìná vlákna, ve kterých se pohybují svìtelné paprsky 
(SOSINSKY 2010). 
- Rádiová komunikace vyuívající nìkterý z øady standardù pro Wi-Fi 
802.11, mikrovlnné vysílání a dalí èásti elektromagnetického spektra v rádiovém 
rozsahu  (SOSINSKY 2010). 
 
 
4.6.2. Linková vrstva 
 
V linkové vrstvì jsou datové bity proudící po fyzické vrstvì sítí uvedeny do 
kontextu spojení ve smyslu síové trasy mezi vysílacím a pøijímacím systémem 
(SOSINSKY 2010). Pro øízení sítì je dùleité oznaèit zaèátek a konec úseku dat, neboli 
zprávy, a proto se data rozlamují na tzv. rámce. Velikost rámce se pohybuje od nìkolika 
stovek do nìkolika tisíc bajtù. Pro vysokorychlostní spoje je výhodnìjí pouívání 
vìtích rámcù a naopak pøi pouití pomalejího spojení je spolehlivìjí pouití meního 
rámce. Linková vrstva musí být pøipravena øeit vekeré potíe spojené s pokozením 
dat èi duplikací rámcù, které mohou pøijít do cíle tøeba i ve více kopiích. Nejèastìjí 
pøíèinou je um ve fyzickém pøenosovém médiu, nezachycení dat pøijímacím systémem 
nebo jiné pøenosové chyby.  
Dalí funkcí linkové vrstvy je regulace pøenosové rychlosti. Tento systém 
vyaduje pouívání vyrovnávací pamìti pro rámce (Frame Buffer), které jsou pøijímány. 
Tok dat do a z vyrovnávací pamìti pro rámce podléhá regulaci a kontrole tak, aby byl 
zároveò efektivní a bezchybný (SOSINSKY 2010). 
 
4.6.3. Síová vrstva  
 
Funkcí síové vrstvy je pøedevím øízení a smìrování pro urèení trasy datových 
paketù mezi jednotlivými sítìmi. Aby nedocházelo k zahlcení sítì pøíli mnoha pakety 
ve stejný okamik, vyskytuje se zde tzv. správa datového toku.  
Velmi dùleitou roli hraje v pøepínaných sítí právì smìrování, které poskytuje 
monost rychle se pøizpùsobit probíhajícím zmìnám v síti. Existují tzv. smìrovací 
tabulky, kde si smìrovaèe uchovávají spojení a trasy. Tyto tabulky rozliujeme na 
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statické a dynamické smìrovací tabulky. Vyuití statických dynamických tabulek je 
pøedevím v malých sítích, kde nedochází k èastým zmìnám adres a naopak také u 
vysokorychlostních sítí, kde jsou spolehlivé a stále dostupné adresy. V jiných pøípadech 
se èastìji vyuívají dynamické smìrovací tabulky.  
Jestlie datový pøenos pøekonává mezinárodní hranice, mùe se stát, e rùzné 
sítì a podsítì vyadují jiné formáty dat. Rozdíly mohou být v rychlosti pøenosu, 
protokolech pouívaných pro pøenos nebo v adresaci. Vechny tyto nároky a poadavky 
na sluèitelnost informací poskytuje právì síová vrstva. 
 
4.6.4. Transportní vrstva 
 
Transportní vrstva vytváøí spojení a kontrolu pøedávání dat síové vrstvy s 
relaèní vrstvou. Hlavním funkcí této vrstvy je rozèlenìní dat, která náleí k nìjaké relaci 
a pøedat je ve správné velikosti a formátu síové vrstvì. Kdy pak ze síové vrstvy 
pøechází pøijatá data do vrstvy transportní, je její odpovìdnost zajistit korektní seøazení 
pøijatých paketù, rekonstrukci relaèních informací a potvrzení pøijetí (pøíkaz ACK, z 
anglického Acknowledgement) (SOSINSKY 2010). Øízení spojení mezi tìmito 
vrstvami je zajímavé pøedevím v tom, e poskytuje jakousi abstrakci pro horní vrstvy 
síového zásobníku, které jsou softwarové, od spodních vrstev, zaloených pøevánì na 
hardwaru.  
Spojení, která se na transportní vrstvì uskuteèòují, jsou pøímou vazbou pøi 
komunikaci mezi dvìma síovými zásobníky. V transportní vrstvì se odesílající a 
pøijímací systém vzájemnì dorozumívá prostøednictvím záhlaví a øídících zpráv. 
Záhlaví zprávy je urèité pole v paketu, které obsahuje informace o pøiloené zprávì a 
øídící zpráva je samostatný, obvykle velmi krátký paket. 
 
4.6.5. Relaèní vrstva 
 
V této vrstvì nalezneme prostøedky a nástroje pro vytvoøení a udrení relací, a to 
vèetnì slueb, které jsou potøebné pro jejich inicializaci. Mezi základní prvky relaèní 
vrstvy patøí bezpeènostní mechanismy, jako je pøihlaování k relaci a dalí jiné podoby 
dialogu s uivatelem. Síový provoz mùe proudit relaèní vrstvou jednosmìrnì (polo 
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duplexnì) nebo obìma smìry zároveò (plnì duplexnì). V polo duplexní komunikaci 
dochází na relaèní vrstvì pøi pøenosu k pøedávání identifikátoru zvaný token. Data mùe 





4.6.6. Prezentaèní vrstva 
 
Zde probíhá formátování, volitelná komprese a ifrování dat z aplikaèní vrstvy, 
døív ne se pøedají relaèní vrstvì. Kdy se pak v prezentaèní vrstvì objeví data z vrstvy 
relaèní, jsou v pøípadì nutnosti dekomprimována a deifrována, aby mohla být 
odbavena aplikaèní vrstvou v podobì, která bude aplikaci srozumitelná (SOSINSKY 
2010). 
Zdejí software dostává od aplikaèní vrstvy datové objekty v rozlièných 
datových typech a pøevádí je do podoby, ve které se pak pøedávají dalím systémùm ve 
standardizovaném kódovacím formátu. Mezi takové datové typy patøí napøíklad urèité 
znaky, pøirozená èísla nebo binární data. Ve spoleènì s protokoly slouí k pøeklenutí 
rozdílù mezi operaèními systémy a aplikacemi. Díky tomu poèítaè s jednou znakovou 
sadou, napøíklad ASCII, mùe navázat komunikaci s poèítaèem uívající jinou 
znakovou sadu zaloenou na ASCII, nebo dokonce zcela jinou znakovou sadou, jako je 
Unicode (SOSINSKY 2010). 
 
4.6.7. Aplikaèní vrstva 
 
Poslední vrstvou modelu OSI je vrstva aplikaèní, na které pracuje software, s 
ním je v pøímé interakci koncový uivatel. Programy, které patøí do této vrstvy, jsou 
napøíklad rùzné webové prohlíeèe, e-mailoví klienti, pøíkazové øádky, øádková 
rozhraní atd. Existují vak programy, které neoperují na aplikaèní vrstvì. Typickým 
pøíkladem mùe být program Microsoft Word, který obsahuje moduly fungujících na 
jiných vrstvách síového modelu, nebo nemají se sítìmi nic spoleèného.  
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Zdejí software popisujeme s pomocí terminálové relace. Jakmile dojde k 
zahájení terminálové relace a pøihláení ke vzdálenému systému u dochází k pouívání 
programu aplikaèní vrstvy. Existuje jednotný zpùsob, jak programy komunikují s 
terminálovou relací. Velmi èasto se terminálové aplikace spojují prostøednictvím 
virtuálního síového terminálu. Ten vyuívá standardizovaný zpùsob interakce mezi 
aplikacemi a rùznými terminály. Díky tomu, e existují normy na promìnlivé parametry 
jako rozliení obrazovky a klávesnice, systémové aplikace si v tìchto kategoriích s 
terminálovou aplikací rozumí (SOSINSKY 2010). 
Aplikaèní vrstva poskytuje také spoustu slueb, jejich skladba je velmi 
rùznorodá. Nejèastìjí funkce, které sluby aplikaèní vrstvy poskytují, jsou:  
- Vlastnosti zobrazení 
- Provádìní a správa vstupnì výstupních operací (I/O, Input/Output) 
- Pøenosy souborù 
- E-mail 
- Síový tisk 
- Vyhledávání informací v adresáøových slubách 
 
Právì zde nalezneme velmi pestrou sadu síových protokolù. Pøíkladem tìchto 
protokolù je HTTP (Hypertext Transfer Protocol), který pouívají webové prohlíeèe a 
servery. Dalím je protokol FTP (File Transfer Protocol) slouící ke stahování a 
nahrávání souborù. Pro pøenos elektronické poty se pouívají SMTP (Simple Mail 
Transfer Protocol) a POP (Post Office Protocol). 
 
4.7. Referenní model TCP/IP 
 
V tomhle modelu rozliujeme pro formát pøenosu a dat tøi protokoly. Prvním 
protokolem je TCP (Transmission Control Protocol). Zabývá se zaloením a 
fungováním spojení mezi systémy na Internetu. Druhým je protokol UDP (User 
Datagram Protocol), který øeí nespojovanou komunikaci na Internetu a koneènì tøetím 
je protokol IP (Internet Protocol), jen udává formát paketù pøi pøenosu sítí. Protokoly 








4. Hostitelská síová 
Pøi srovnání  modelu OSI a TCP/IP, zjistíme,  e fyzickou a linkovou vrstvu zde 
nahrazuje vrstva zvaná Hostitelská síová vrstva (Host-to-Network Layer), která s nimi 
prakticky koresponduje.  Síová vrstva v modelu OSI odpovídá Internetové vrstvì v 
modelu TCP/IP a Transportní vrstva se pod stejným názvem nachází v obou modelech. 
Relaèní a Prezentaèní vrstvy, které se nachází v modelu OSI, zde zcela chybí. Poslední 




4.8. Srovnání referenních model OSI a TCP/IP 
 
Oba tyto modely mají svá omezení, a to ve své aplikaci na skuteèné sítì. Model 
TCP/IP se projevuje ve skuteèných produktech a technologiích na rozdíl od modelu 
OSI, který v praxi není rozíøen a zùstává tak spíe teoretickou pomùckou pro síovou 
komunikaci.  
Èást sloitosti modelu OSI spoèívá v tom, e se nesnaí o implementaci 
klíèových technologií v jediné vrstvì, ale distribuuje pøíkazy a øídící funkce jako 
napøíklad kontrolu datového toku mezi vechny vrstvy (SOSINSKY 2010). Následkem 
je zbyteèná komplikovanost referenèního modelu OSI.  
Pøestoe je model TCP/IP dnes podporován v ohromném mnoství produktù na 
trhu, byl mnohokrát kritizován za nedostateènou obecnost, take je nelze aplikovat na 
sítì pouívající jiné protokoly (SOSINSKY 2010). 
Referenèní model OSI je flexibilnìjí a více se uplatòuje pro teoretický popis 
chování a dalích aspektù poèítaèových sítí ve srovnání s modelem zaloeným na sadì 







Jedná se o aktivní zaøízení spojující dvì sítì na jedné nebo více vrstvách modelu 
OSI. 
Samotný pojem pøepínaè se pouívá pro rùzné prvky a do znaèné míry se jedná 
spíe o marketingový pojem. Pomocí pøepínaèe lze budovat virtuální okruhy, které 
procházejí skrz nì. Nevýhodou je, e postrádají urèitou logiku, která je potøebná pro 
dynamickou rekonfiguraci tìchto okruhù za bìhu a bez vnìjího zásahu. Právì 
schopnost dynamické rekonfigurace okruhù pøináí do sítí prvek pøesmìrování provozu 
z jednoho vstupu na jiný výstup na základì aktuálního stavu sítì, nebo jako výsledek 
algoritmu optimalizace  (SOSINSKY 2010).  
Nìkteré pøepínaèe je moné vzdálenì administrovat. Pøepínaèe, které nemají 
administraci nelze konfigurovat na dálku. Dùleitou slokou spravovaných pøepínaèù je 
agent SNMP (Simple Network Management Protocol), øádkové rozhraní CLI 
(Command Line Interface) na konzole také webové rozhraní.  
Mezi dùleité vlastnosti pøepínaèù patøí: 
Porty- poèet portù, schopnost pøidìlovat portùm priority, zrcadlení portù 
(SOSINSKY 2010). 
Rychlost- nominální rychlost portù, na které jsou schopné pracovat, duplexní 
operace ovlivòují propustnost pøepínaèe (SOSINSKY 2010). 
Agregace- schopnost zasílat data stejnému koncovému bodu pøes více spojení 
zároveò (SOSINSKY 2010). 
SNMP- participace pøepínaèe v rozkrývání a správì sítì (SOSINSKY 2010). 
Filtrování- oddìlení provozu podle fyzické identifikace systémù (napøíklad 
filtrace podle MAC adres). Pøeklad adres NAT (Network Address Translation) je 
povaován za funkci firewallu nebo smìrovaèe a v pøepínaèích se vìtinou nevyskytuje 
(SOSINSKY 2010). 
Øízení pøístupu k síti- schopnost pøepínaèe hrát roli mostu mezi dvìma rùznými 
sítìmi. Tato funkce je dùleitá pro bezdrátové pøepínaèe, které umoòují pøístup do sítí 
Wi-Fi (SOSINSKY 2010).  
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Sítì VLAN- logické skupiny uzlù, tvoøící spoleènì jednu vesmìrovou doménu. 
Rozèlenìní sítì na vesmìrové domény slouí k izolaci síového provozu a k menímu 
vytíení sítì za cenu vìtí reie pøepínaèe (SOSINSKY 2010). 
Nìkteré pøepínaèe mají schopnost sahat od druhé linkové vrstvy a po aplikaèní 
sedmou vrstvu síového modelu OSI. Pøepínaè na druhé vrstvì technicky splòuje 
standard  802.1 pro síový most a podobnì pracuje pøepínaè na tøetí vrstvì, který nabízí 
stejnou slubu jako smìrovaè. Z rozlièných typù sítí jako veøejná telefonní sí a optické 
sítì pro uloitì známe øídící pøepínaèe (Director Switch), které operují na tøetí vrstvì a 
propojují stovky zaøízení. Vìtina pøepínaèù pracuje soubìnì na dvou nebo více 
vrstvách a øíká se jim vícevrstvé. Na ètvrté vrstvì pracuje pøepínaè obsahující 
implementaci technologie pøekladu adres (NAT) a provádí rozklad zátìe mezi své 
porty. Jedná se o zaøízení jako je napø. firewally, IPsec brány VPN koncentrátory. Na 
aplikaèní vrstvì operují pøepínaèe, jejich hlavní funkce spoèívá v poskytování slueb 
pro doruèování aplikaèního obsahu nebo zaøízení s vyrovnávací pamìtí, pøedøazené pøed 
sí èi aplikaci. Tato zaøízení se èasto oznaèují jako servery. 
 
4.9.1. Sluby a bezpeènostní prvky pøepínaèù HP 
 
Pokroèilé vlastnosti technologie (QoS) jsou zaloeny na tøídìní a klasifikaci 
pøenosu pomocí 2, 3 a 4 vrstvy. Pouití zásad (QoS) je na úrovni priorizování paketù 
nebo øízení rychlosti na vybraných komunikacích, na úrovni jednotlivých portù, nebo na 
virtuální síti VLAN. Urèení priority na 4 vrstvì umoòuje nastavit na základì 
konkrétních portù TCP/UDP. Øízení pøenosu je moné v reálném èase dle klasifikace na 
osmi úrovních priority, mapování na osm front. Smìrová linková detekce (UDLD) 
monitoruje kabel mezi dvìma pøepínaèi a v pøípadì pøeruení kabelu vypne porty na 
obou stranách, pøípadnì otoèí obousmìrný provoz do jednosmìrného. Tato funkce 
zabraòuje problémùm, jako jsou smyèky. Je také moné si pojmenovat jednotlivé porty. 
Výhodou je, e pøi identifikaci problému z fronty chybových hláek je okamitì jasné, 
na kterém zaøízení se vyskytuje chybovost. Je tøeba ale dùslednì dbát na aktualizaci 
popiskù jednotlivých portù. Dvojitá pamì pro øídící systém je výhodou pøi zálohování 




Pokud jsou porty u modulù 10/100/1000 v neèinnosti nebo velmi malé je 
výraznì sníena spotøeba elektrické energie. Umoòuje to zavedení standardu 802.3az. 
Napájení z ethernetových portù (PoE) umoòuje dodávat elektrickou energii po síti 
zaøízením, jako jsou, IP telefony, bezdrátové pøístupové body nebo IP kamery. Tato 
zaøízení potom nemusí mít vlastní zdroj napájení a lépe se umísují do prostoru 
nezávisle na elektrických rozvodech. Norma 802.2af  je splnìna poskytnutím a 15,4 W 
na port. Je k dispozici i novìjí verze (Power over Ethernet Plus). Poskytuje a 30 W na 
port a je urèena pro modernìjí zaøízení, které mají vyí nároky na spotøebu elektrické 
energie. Jsou to IP video telefony, bezdrátové pøístupové body 802.11n a bezpeènostní 
kamery s funkcí otáèení, zaostøování a jiné. Podpora jumbo rámcù.  Protokol IPv4 má 
omezenou velikost paketu na 64 KiB. Naproti tomu IPv6, pokud je pouit u komunikace 
hostù a komunikaèní cesty umoòující MTU (maximální velikost transportní jednotky) 
vìtí ne 65576 oktetù (65536 + 40 na hlavièku), disponuje volitelnì podporu pro 
pakety pøes tento limit. Ty se oznaèují jako jumbogramy a jejich velikost mùe být a 4 
GiB. Pouití jumbogramù mùe sníit reii a tak zvýit prùchodnost pøenosové trasy. 
Tato funkce je velmi výhodná pro vzdálené zálohování a obnovení zhroucených slueb 
a systémù. Výhoda je samozøejmì v její rychlosti a je dostupná pouze na gigabit-
ethernetových a 10 gigabitových portech. Plná podpora nového internetového protokolu 
IPv6. Umoòuje spravovat pøepínaè i v sítích IPv6. Dvojitý zásobník pro protokol IPv4 
a IPv6 zaruèuje elegantní pøechod ze starého na nový protokol. Po dobu pøechodu je 
moné pouívat oba protokoly souèasnì. Pro internetový protokol IPv6 jsou k dispozici 
také funkce jako, podpora (ACL a QoS) smìrování statické i dynamické a zapouzdøení 
paketù IPv6 pro tunelování v sítích protokolu IPv4. (7) 
Vysokorychlostní architektura pøepínaèe nabízí rychlost uvnitø modulu a 1 
Tbps.   (Terabajtù za sekundu, terabitù za sekundu) bilion bajtù za sekundu. Bilionù bitù 
za sekundu. Propustnost pøepínání v modulech a 585,6 pps za sekundu. Rychlost lze 
samozøejmì regulovat výbìrem poètu front a volby velikosti vyrovnávací pamìti. Volbu 
nastavení je tøeba pøizpùsobit poadavkùm síových aplikací a provozu. (7) 
Virtual Router Redundancy Protocol (VRRP) umoòuje vytvoøení skupin 
zaøízení po dvou a navzájem je zálohovat, tím je dosaeno vysoké dostupnosti 
smìrování a pøepojování paketù. Multiple Spanning Tree Protokol (802.1s) umoòuje 
poskytuje vysokou dostupnost odkazù v nìkolika prostøedích virtuálních sítí tím, e 
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umoòuje vícenásobné kostry. Volitelný redundantní napájecí zdroj zajituje napájení a 
monost výmìny tìchto zdrojù za provozu. Pøidávání jednotlivých roziøujících modulù 
èi jednotlivých transceiverù typu mini-GBIC je také bez pøeruení provozu sítì. Detekce 
selhání síového provozu (Uplink Failure Detect) poskytne aktivní pohotovostní síové 
cesty pro redundantní pohotovostní servery, které jsou konfigurovány jako (NIC 
Teaming). Jedná se o vícenásobné pøipojení více portových síových karet nebo pouití 
nìkolika samostatných síových karet. Komunikace a pøepínání se øeí na úrovni 
ovladaèù síových karet a pøepínaèe. Podpora operaèních systémù Microsoft pro (NIC 
Teaming) chybí. (7) 
Pøepínání na 2 vrstvì, podpora standardu 802.1Q (VLAN) pro a 2048 
samostatných virtuálních sítí. Zvyuje kálovatelnost ethernetové sítì tím, e poskytuje 
hierarchickou strukturu, spojuje více sítí LAN i pro nároèné akademické nebo 
metropolitní prostøedí. (7) 
Pøepínání na 3 vrstvì, podpora User Datagram Protocol (UDP) broadcasty je 
tøeba smìrovat pøes rozhraní smìrovaèù na konkrétní IP adresy nebo adresy podsítì. 
Funkcionalita zabraòuje tøeba podvrhování slueb (UDP), jako je napøíklad sluba 
(DHCP). (7) 
Smìrování na 3 vrstvì, umoòuje ruènì nastavit smìrování v sítích IPv4 a IPv6. 
Integrovaná nová politika smìrování paketù pomocí klasifikátoru vybírá provoz, který 
pøedává na základì politik stanovených správcem sítì. (7) 
Pøepínaè disponuje mnoha bezpeènostními funkcemi a prvky, které øeí nastalé 
bezpeènostní situace pøímo na úrovni poèítaèové sítì, døíve ne by tímto rizikem byly 
postihnuty klientské stanice nebo servery. Seznamy øízení pøístupu (ACL) poskytují 
filtrování na základì IP pole, zdrojové a cílové IP adresy nebo adresy podsítì, zdrojové 
a cílové UDP/TCP porty, nebo oznaèení VLAN, èi pøímo na samotném portu pøepínaèe. 
Dokáe diagnostikovat typické chování poèítaèových virù (èervù), omezovat jejich 
íøení nebo zcela jejich íøení zabránit. Pøes smìrování do jiných sítí nebo virtuálních 
sítí. Ochrana Slueb serveru (DHCP) spoèívá v blokování paketù z neautorizovaných 
(DHCP) serverù a zabraòuje útokùm (DoS) na tyto sluby. Zabezpeèení samotné správy 
pøepínaèù pomocí protokolù (SSHv2, SSL nebo SNMPv3). Ochrana (CPU) pøepínaèe 
proti neádoucímu provozu, který má za cíl vyøadit jej z provozu. Ochrana proti (ICMP) 
provozu. Tento provoz je ve vìtinì pøípadù ádoucí ale mùe být také zneuit k 
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útokùm (DoS) a v pøípadì detekce komunikace snaící se o napadení, vyøadí na tomto 
portu komunikaci typu (ICMP) z provozu na nezbytnì nutnou dobu. Funkce dynamické 
ochrany (ARP) spoèívá v blokování (ARP) broadcastù z neoprávnìných zdrojù a 
zároveò brání v odposlouchávání èi zcizení síových dat. Detekce kodlivých útokù 
monitoruje deset typù síových provozù a posílá upozornìní, pokud je zjitìna nìjaká 
anomálie, která mùe znamenat potencionální hrozbu pro poèítaèovou sí. Na jednotlivé 
porty lze nastavit pøístup pouze z konkrétních (MAC) adres, pøípadnì lze nìkteré porty 
nastavit pro vyhrazenou komunikaci jen mezi sebou. ádná jiná komunikace nebo jiný 
pøipojený zdroj není akceptován. V pøepínaèi jsou dostupné dalí bezpeènostní prvky, 
které je moné vyuít k expertnímu nastavení bezpeènostních pravidel. Vìtina jich ale 
u vyaduje spolupráci s jinými speciálními zaøízeními, jako jsou napøíklad ovìøovací 
servery (RADIUS nebo TACACS). (7) 
Pokroèilé funkce konvergence se zaøízeními pøipojenými k portu pøepínaèe 
výraznì spoøí èas a náklady na energie. Pøepínaè rozpozná zaøízení pøipojené k portu a 
nastaví pro nìj pøeddefinované pravidla jako je (QoS nebo VLAN). Zmiòovanou funkcí 
je pokroèilé rozíøení (LLDP-MED), zvlátì výhodné pro nasazování IP 
multimediálních telefonní zaøízení. Tato funkcionalita té efektivnì spolupracuje pøi 











4.10. Penosová média 
Fyzické vrstvì sítì vìtinou není vìnován dostatek pozornosti. Vzhledem 
k tomu, e kabelá mùe bez zásahu fungovat 10 a 15 let, je vhodné neuvaovat pøi 
výbìru kabelového média jen o souèasnosti. Mìlo by se také zabývat tím, jaké médium 
bude vhodné pro sí i do budoucna. (SOSINSKY 2010) 
Bìnì se pouívají ètyøi druhy kabelových médií: 
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· Kroucená dvoulinka  pár mìdìných kabelù zakroucených pøes sebe a 
stínìných. Tento druh kabeláe se pouívá v místních sítích, zvlátì 
v tìch starích. 
· Koaxiál  mìdìný koaxiální kabel. Jedná se o tlustý obsahující více 
drátkù, který se pouívá pro irokopásmové a vysokorychlostní spoje. 
· Ethernet  kabel zaloený na nestínìných mìdìných kroucených 
dvoulinkách. Tento druh kabeláe se pouívá nejèastìji a potkáváme se s 
ním témìø ve vech verzích ethernetových sítích. 
· Optická linka  sklenìné nebo plastikové optické vlákno. Optické 
kabely jsou základem moderních vysokorychlostních sítí s velkou 
kapacitou. 
Kadý z uvedených typù kabelù pøedstavuje jinou nabídku na rychlost spojení, 
má jinou íøku pásma a vyaduje rozdílnou síovou topologii a fyzická propojení.  
 
4.10.1. Kroucená dvoulinka 
  
Nejèastìjí pouívanou kabeláí pro poèítaèové sítì je dnes kroucená dvoulinka, 
zvlátì nestínìná. Mùe slouit k pøenosu analogového i digitálního signálu. Skládá se 
ze dvou kroucených párù, z nich v kadém se jeden drát nepouíval. Právì tyto 
nepouívané dráty v telefonní síti umonily zavedení technologií jako ADSL, ISDN èi 
síových propojení pøes telefonní linky do kanceláøí a domácností. (SOSINSKY 2010) 
Stínìná kroucená dvoulinka (STP, Shielded Twisted-Pair) byla poprvé uvedena 
firmou IBM na zaèátku 80. Let 20. Století. V kabelech typu STP jsou dva páry drátù, 
pøièem dráty v jednom páru jsou obtoèeny vzájemnì kolem sebe. Stínìní se skládá buï 
z fólie nebo pleteného drátu a musí být na konci uzemnìno. Pokud se pouije ke stínìní 
kabelu folie, oznaèuje se jako (FTP, Foil Twisted Pair), ale toto pojmenování se pouívá 
jen zøídka. (SOSINSKY 2010) 
Kabel (UTP, Unshielded Twisted Pair) je velmi populární a pouívá se v mnoha 
typech sítí. Skládá se z párù mìdìných drátù, které jsou kolem sebe obtoèeny, ale 
jednotlivé páry nejsou od sebe izolovány. Kategorie UTP kabelù jsou standardem 
asociace EIA/TIA (Electronic Industries Aliance/ Telecommunications Industry 
Association). Nejvíce se dnes v síových aplikacích pouívá kategorie CAT 5, která 
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byla poprvé uvedena na trh v roce 1988. Pro telefony se pouívá kabel CAT 3. Barvy 
kabelù jsou standardizovány. UTP se propojuje pomocí konektorù RJ45, které jsou 
rozíøenou variantou typické telefonní zástrèky. Pouze s více piny. (SOSINSKY 2010) 
Kategorie kabelù zaloených na kroucené dvoulince. 
· Kategorie 1: Tento typ rozvodù není urèen k datovým pøenosùm, lze jej 
pouít napø. k telefonním rozvodùm. Pøenosové rychlosti do 1 Mbit/s, 
vhodné napø. pro analogové telefonní rozvody, ISDN a podobnì. 
(SOSINSKY 2010) 
  
· Kategorie 2: Urèen pro pøenos dat, s maximální íøkou pásma 1,5 MHz. 
Pouívá se pro digitální pøenos zvuku a pøedevím pro rozvody IBM 
Token Ring. Pøenosové rychlosti kolem 4 Mbit/s. (SOSINSKY 2010) 
  
· Kategorie 3: Rozvody urèené pro rozvody dat a hlasu s íøkou pásma 16 
MHz a pøenosovou rychlostí do 10 Mbit/s. Vyuívá se u datových 
pøenosù oznaèovaných jako 10Base-T Ethernet. (SOSINSKY 2010) 
  
· Kategorie 4: Urèen pro pøenos dat v sítí Token ring, s íøkou pásma 20 
MHz a pøenosovou rychlostí do 16 Mbit/s. (SOSINSKY 2010) 
  
· Kategorie 5: Pracuje v íøce pásma do 100 MHz. Rozvody pro 
poèítaèové sítì s pøenosovou rychlostí 100 Mbit/s, resp. 1 Gbit/s v 
pøípadì vyuití vech 8 vláken. Vyuíván u 100 Mbit/s TPDDI a 155 
Mbit/s ATM. V souèasné dobì je nahrazen standardem kategorie 5E. 
(SOSINSKY 2010) 
  
· Kategorie 5e: Pracuje rovnì v íøce pásma do 100 MHz, avak 
vyaduje nové zpùsoby mìøení parametrù a v nìkterých parametrech je 
pøísnìjí. Cílem je provozovat 1 Gbit/s. Vyuíván u 100 Mbit/s TPDDI, 




· Kategorie 6: Pracuje s íøkou pásma 250 MHz. Vyuívá se pro 
ultrarychlé páteøní aplikace v oblasti lokálních sítí. V souèasné dobì 
nejpopulárnìjí kabelá pro novì budované rozvody. (SOSINSKY 
2010) 
  
· Kategorie 6a: Pracuje s íøkou pásma 500 MHz. Pouívá se pro zvlátì 
rychlé páteøní aplikace v oblasti lokálních sítí. Vyuívá se i pro 
10GBASE-T Ethernet (10 Gbit/s). (SOSINSKY 2010) 
  
· Kategorie 7: Pracuje v íøce pásma do 600 - 700 MHz. Kabel je plnì 
stínìný - kadý pár je stínìn zvlá Al fólií a kabel sám má jetì celkový 
tít. Tato plnì stínìná konstrukce má ale za následek vìtí hmotnost, 
vìtí vnìjí prùmìr a mení ohebnost kabelu ne UTP nebo ScTP. 
Pouívá se pro pøenosy plné íøky videa, teleradiologii, (napø. i vládní 
správa USA). Praktické vyuití nachází i ve výrobních halách a jiných 
provozech, kde lze pøedpokládat výrazné elektromagnetické ruení 
(napø. jsou blízko výkonné elektromotory, transformátory,..). V 
souèasné dobì se provádí první pokusy s tímto standardem. Ke 
komerènímu vyuití, nejvíce pøekáí vysoká cena komponentù a 
pøedevím neznalost protokolu i fyzického vyuití. (SOSINSKY 2010) 
 
4.10.2. Koaxiální kabel 
 
Jedná se o první typ kabelu v ethernetových sítích, a dodnes se pouívá 
prakticky bezvýhradnì pro pøenos televizního signálu. Koaxiální kabel pochází z roku 
1929 a stal se pùvodní metodou propojení na dlouhé vzdálenosti, kterou spoleènost 
AT&T pouívala pro svou páteøní sí a do 80. let 20. století. Kdy byl nahrazen 






4.10.3. Ethernetové kabely 
 
Systém kategorií kabelù s kroucenými dvoulinkami zaèíná zkratkou CAT. 
Ethernetový standard pak definuje elektrické signály putující kabelem a zpùsob, jak se 
kabely propojují. Napøíklad CAT 5 je aktuálnì platný standard pro kabely pouívané ve 
vysokorychlostním ethernetu. Pro komunikaci zaloenou na 100BASE-TX je tøeba 
zvolit pøesnì definovaný zpùsob signalizace a vyslat ji po kabelu CAT 5 se dvìma 
kroucenými dvoulinkami. Pøi rychlostech nad 1 Gb/s se zaèínají iroce uplatòovat 
kategorie kabelù CAT 5e a CAT 6. Ethernet fungující na bázi kroucených dvoulinek 
CAT 5 má koncovky oznaèené podle dvojice odborných organizací TIA/EIA. 
(SOSINSKY 2010) 
Pøi standardním zapojení kabelù jsou odpovídající èísla pinù na obou koncích na 
stejném místì. To znamená, e pøenosový drát navazuje na pøíjímací drát a ten zase na 
pøenosový drát. Nazýváme to pøipojení pøímé, nebo také (rovný) kabel. Nìkteré kabely 
jsou vak zkonstruovány tak, e se jisté dráty mezi obìma konci pøekøíí. Takovému 
kabelu se øíká køíený. V pøípadì ethernetu 10BASE-T a 100BASE-T se pouívají jen 
dva páry kabelù, ale 1000BASE-T (gigabytový ethernet) vyuívá vechny ètyøi páry.  
(SOSINSKY 2010)  
 
4.10.4.  Optický kabel 
 
Optický kabel sloený z vláken (nìkdy zvaný také optické vlákno) je 
pøenosovým médiem vyrobeným z oxidu køemièitého, skla nebo plastu. Jednovidové 
vlákno nese jediný signál, ale více vidové vlákno mùe nést rùzných signálù více. Více 
vidové vlákno má relativnì nízký efektivní dosah kvùli modální disperzi (rozptýlení). 
(SOSINSKY 2010) 
Systém optického pøenosu se skládá ze zdroje svìtla, kabelu sloeného 
z optických vláken (nebo jiného pøenosového média) a detektoru. Svìtelný zdroj musí 
být schopen vysílat pulzy, které, jsou zachyceny, se interpretují Jako hodnota 1 
Zapnuto. Absence signálu se bere jako hodnota 0 nebo také Vypnuto. Existují dva typy 
zdroje svìtla pro svícení do optického vlákna: diody LED (Light Emitting Diodes) a 
polovodièové laserové diody. Svìtlo cestuje jádrem kabelu z jednoho konce na druhý, 
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pøièem se odráí od hranic mezi vrstvami s rozdílnými indexy lomu. Optické kabely 
nejsou ovlivnìny elektromagnetickými ani rádiovými interferencemi, ale mají svou 
vlastní skupinu problémù. Pøedevím jsou mnohem køehèí ne mìdìné kabely. Optické 
sítì se mnohem sloitìji budují a jsou nákladnìjí ne sítì zaloené na mìdìných 
kabelech. (SOSINSKY 2010) 
Jedno vidové vlákno má v zásadì neomezenou íøku pásma, ale více vidové 
vlákno je na tom v tomto ohledu hùøe. Oba sice poskytují skvìlou kvalitu signálu, ale u 
jedno vidového vlákna se tato kvalita dosáhne i na mnohem vìtích vzdálenostech. 
Obecnì platí, e jedno vidová vlákny mají univerzální uplatnìní, a zvlátì dobøe slouí 
pro ethernetové spoje. Více vidová vlákna pak nacházejí své uplatnìní také v ethernetu 
a v pøenosu videa, pokud se jedná o komunikaci na krátké vzdálenosti. (SOSINSKY 
2010) 
Pro jedno vidové optické kabely existuje nìkolik typù konektorù. Oznaèují se 
SMA (roubovací s podtypy 905 a 906), ST ( Straigth Tip, tedy s pøímým dotekem) a 
SC (Subscriber Connector). Jedno vidová vlákna se velmi èasto párují, aby byla 
komunikace plnì duplexní. Kadé tìsné propojení kabelù znamená pro optická vlákna 
ztrátu síly signálu na úrovni 10 a 20 procent. Pøi zaputìní vláken do sebe (svaøení) je 
ztráta signálu mení, ale spoj je trvalý. (SOSINSKY 2010) 
 
Obrázek 14: Konektory ST-SC (16) 
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4.11. Standardy a normy 
 
Vzhledem k èasu a úsilí vynaloenému na tvorbu standardù a také k vysokým 
nákladùm na uvedení standardu do praxe, bývají standardy náchylné ke kontroverzi. 
Nìkteré standardy mají pouze krátký ivot, jiné v soutìi mezi konkurenèními 
standardy zaniknou. Mnohdy rozhoduje dravost organizace prosazující standard, 
mnohdy rozhodují peníze prosazující spoleènosti nad efektivitou a jednoduchostí 
standardù jiných organizací. Právì z tìchto dùvodù mnohdy vítìzí jiná, ne dokonalá 
technologie. (SOSINSKY 2010) 
V odvìtvích poèítaèových sítí hrají dùleitou roli tyto standardizaèní organizace. 
· ANSI  American National Standards Institute (www.ansi.org) je 
americká nezisková organizace ke standardizaci produktù a slueb. 
(SOSINSKY 2010) 
· ISO  International Organization for Standardization (www.iso.org) 
tvoøí standardy a modely pouívané na poli komunikaèních 
technologií. (SOSINSKY 2010) 
· ITU-T  International Telecommunications Union-
Telecommunications Group (www.itu.int) èlenem sdruení je také ISO, 
vyvíjí telekomunikaèní standardy. (SOSINSKY 2010) 
· IETF  Internet Engineering Task Force (www.ietf.org) vytváøí 
internetové standardy a je souèástí tìles, která definují protokoly 
TCP/IP a dalí pouívané v internetu. (SOSINSKY 2010) 
· IEEE  Institute of Electrical and Electronics Engineers 
(www.ieee.org) je hlavním orgánem pro drátové i bezdrátové 
komunikaèní protokoly. (SOSINSKY 2010) 
· SNIA  Storage Networking Industry Association (www.snia.org) 
definuje síové standardy pouívané pro ukládání dat pøes optická 
vlákna, vysokorychlostní ethernet, iSCSI a dalí. (SOSINSKY 2010) 
· W3C  World Wide Web Consortium (www.w3.org) je centrálou pro 
standardizaci webu. Odsud pocházení standardy HTML a pøíbuzné, a 




Standardizaèní organizace vydávají normy, které slouí výrobcùm aktivních a 
pasivních prvkù poèítaèové sítì pro dodrení poadavkù na vlastnosti prvkù a jejich 
vzájemnou kompatibilitu. Normy jsou té dùleité pro organizace zabývajících se 
výstavbou poèítaèových sítí. Pouze za pøedpokladu dodrení vech platných norem je 
poèítaèová sí v nejvyí kvalitì a dosahuje nejlepích pøenosových vlastností a je 
hlavnì v souladu s ochrannou zdraví, ivotního prostøedí a majetku. 
 
Název normy: Obsah: 
ÈSN EN 50173 Univerzální kabelání systémy 
ÈSN EN 50174-1 Instalace kabelových rozvodù  specifikace a zabezpeèení kvality 
ÈSN EN 50174-2 Instalace kabelových rozvodù  plánování a postupy instalace v budovách 
ÈSN EN 50174-3 Instalace kabelových rozvodù  projektová pøíprava a výstavba vnì budov 
EN 50167 Horizontální sekce se spoleèným stínìním 
EN 50168 Pracovní sekce se spoleèným stínìním 
EN 50169 Páteøní sekce se spoleèným stínìním 
EN 55022 EMC  limity vyzaøování 
EIA/TIA 606 Znaèení (co ve má být znaèeno, ne jak) 
















5. Návrh eení 
 
5.1. Optimalizace pasivních prvk! 
 
Páteøní kabelání vedení musí být realizováno pouze pomocí optických kabelù. 
Pøi analýze souèasného stavu bylo zjitìno, e optická kabelá je realizována mezi 
budovami, ale podruné rozvadìèe ve stejné budovì jsou pøipojeny pouze metalickým 
kabelem. Tento stav odporuje jak bezpeènosti, tak èeské státní normì CSN-EN50173. 
Je tedy tøeba dovybavit rozvadìèe R4, R5 a R6 optickým zakonèením (optickou vanou) 
a natáhnout mezi rozvadìèi nové páteøní optické vedení. 
Mezi rozvadìèi bude vybudovaná nová kabelová trasa. Pøidání dalího kabelu 
není moné, protoe zde neexistuje ádné systémové vedení komunikaèních kabelù. 
Trasa bude vybudovaná za pomocí kabelových, kovových labù MARS.  
 
 
Obrázek 16: Kabelový lab (22) 
 
  V kanceláøské èásti budovy povedou laby ve stropní èásti, nad podhledy. Ve 
výrobních prostorách bude kabelový lab veden u stropu haly a bude pevnì pøichycen 
ke stropní konstrukci. Zakreslení kabelových tras je v pøíloze èíslo 1. Kabelový lab je 
veden úèelovì v místech, kde nebude docházet k tìsnému køíení s vedením vysokého 
napìtí. Na optické kabely sice nemá vedení vysokého napìtí ádný vliv, ale není 
vylouèeno, e se mùe do kabelového labu v budoucnosti pøidávat metalické vedení, 
které by mohlo být blízkým vedením vysokého napìtí ovlivnìno.  
Propojení bude realizováno pomocí optického kabelu typu multimode 
s celkovým poètem osmi vláken. Kabel bude pouitý Signamax TB 8vl 50/125 LSZH, 
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6,5mm. Optický kabel Signamax s LSZH plátìm, pro univerzální pouití. Konstrukce s 
tìsnou sekundární ochranou - TB - 8x 50/125 vláken. Navaøena budou celkem ètyøi 
vlákna pro okamité pouití v pøípadì nárùstu potøebné propustnosti, nebo kdy pøibyde 
technologie vyadující samostatné èi dalí vedení. Ostatní ètyøi vlákna zùstanou 
prozatím bez zakonèení a v pøípadì nutnosti je lze také zakonèit a pouít. Stávající 
metalické vedení bude pouito pouze pro hlasové sluby telefonní ústøedny.   
  
5.2. Optimalizace aktivních prvk 
 
5.2.1. Optimalizace pøepínaèe hlavního rozvadìèe 
 
Pøi analýze souèasného stavu bylo zjitìno, e hlavní rozvadìè obsahuje dva 
totoné pøepínaèe HP Procurve 2848. V poèátcích vývoje poèítaèové sítì byl nejdøíve 
osazen jeden kus, na kterém byly instalovány i transceivery pro pøipojení k optické 
páteøní kabelái. K tomuto pøepínaèi jsou také pøipojeny vechny provozní servery. Po 
vyèerpání vech volných pøipojovacích portù byl dokoupen jetì jeden, tentý model. 
Propojen byl pouze pomocí metalického patch kabelu na jednom gigabitovém portu. 
Zde jsou nasnadì tøi kritické body.  
Propojení pomocí jediného gigabitového portu je urèitì pøi zvýeném provozu 
na síti úzké hrdlo. By jsou na druhém pøepínaèi pouze klientské zaøízení a síové 
prvky, jejich mnoství je znaèné. Tøeba pøi distribuci aktualizací, antivirových kontrol 
nebo pøi zálohování klientských stanic. 
Propojení pomocí jednoho gigabitového portu je riziko pøi selhání právì toho 
konkrétního portu. K selhání mùe dojít také na kontaktech patch kabelu nebo na 
samotném kabelu. 
Posledním rizikem je samozøejmì výpadek jednoho ze dvou pøepínaèù. Nejsou 
vybaveny duálními zdroji ani systémem RPS/EPS, který je schopen v pøípadì výpadku 
primárního zdroje pøepínaèe tento zdroj doèasnì nahradit. V pøípadì druhého 
z pøepínaèù by se jednalo o odpojení velké skupiny klientských stanic a síových 




V prvotní analýze bylo také zjitìno, e v souèasné dobì jsou na obou 
pøepínaèích vyuity bezezbytku vechny dostupné porty. V rámci optimalizace 
aktivních prvkù, by se tedy mìlo pøihlédnout i k plánovanému navyování poètu 
zaøízení vyuívající slueb poèítaèové sítì. 
Pøed výbìrem vhodného pøepínaèe je nutné vytvoøit souhrn poadavkù na nové 
zaøízení. Poadavky plynou z prùzkumù souèasného stavu a pøedpokládaným vývojem.  
· Pøepínaè by mìl disponovat dostateèným mnostvím portù pro stávající 
zaøízení a rezervu pro zaøízení, které budou poøízeny bìhem 
následujícího roku.  
· Pøepínaè by mìl mít monost dalího roziøování po modulech, podle 
poadavkù na technologie pøípojných médií. 
· Musí mít minimálnì dva redundantní napájecí zdroje s moností výmìny 
bez pøeruení provozu pøepínaèe. 
· Pro administraci zaøízení je nutná vzdálená správa zaøízený, zabezpeèené 
pøipojení ke vzdálené správì a ochrana proti neoprávnìnému zásahu. 
Ukládání stavu zaøízení pøi zmìnách nastavení a monost rychlého 
obnovení, stejnì tak pøi havárii zaøízení. 
· Bezpeènostní prvky chránící samotný pøepínaè pøed útoky a chránící 
klientská zaøízení pøed kodlivými programy a útoky snaící se vyøadit 
poèítaèovou sí z provozu. 
· Analýza provozu na jednotlivých portech s ohledem na objemy dat a 
jejich toky. Stejnì dùleitá je také analýza chybovosti portù 
s jednoduchou identifikací a lokalizací problému. 
· Zaøízení musím umìt na jednotlivých nebo vech portech omezit 
komunikaci pouze s definovanou mnoinou nebo jedním zaøízením. 
· Pøepínaè musí umìt øídit sluby a toky na vrstvách poèítaèové sítì. Nutné 
jsou technologie (QoS) a virtuální sítì (VLAN). 
· Podpora napájení koncových zaøízení po ethernetu. 
· Kompatibilita a nejlépe i shodná znaèka a modelová øada se stávajícími 
zaøízeními. 
· Výrobce musí vlastnit sofistikovanou aplikaci pro øízení a správu 
poèítaèové sítì. Propojení vech aktivních prvkù a jednotná správa 
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jednotná správa vech tìchto zaøízení na jednom místì. Centralizace 
øízení. 
· Záruka po celou dobu provozu s výmìnou zaøízení do druhého 
pracovního dne s rozíøením o servisní zásah v místì zákazníka do 
druhého pracovního dne. 
· Vyuít maximum ze stávajícího zaøízení, pøípadnì jejich souèástí. 
  
Po prozkoumání dostupných zaøízení a srovnání se vemi poadavky se jeví jako 
nejvhodnìjí zaøízení HP 5412. Tento modulární pøepínaè splní dané poadavky a bude 
plnì kompatibilní s ostatními aktivními prvky poèítaèové sítì. 
Pøepínaè HP 5412-92G-PoE+-4G V2 zl Switch je pokroèilé, inteligentní zaøízení 
z øady modulárních HP pøepínaèù. asi obsahuje 12 slotù, které je moné osadit 
dlouhou øadou rùzných modulù. Základem tìchto pøepínaèù je programové prostøedí 
ProVision ASIC, které umoòuje provozovat ty nejnároènìjí síové funkce, jako je 
Quality of Service (QoS) a hlavnì mnoho bezpeènostních prvkù. Pøepínaèe øady 5400 
nabízejí vynikající investici do prunosti, ochrany, kálovatelnosti a snadného nasazení 





Obrázek 17: HP Procurve Switch 5412 (7) 
 
 
Tento pøepínaè byl zvolen nejen z dùvodu kálovatelnosti ale také proto, e 
obsahuje mnoho dùleitých øídících a bezpeènostních prvkù. Nìkteré tyto prvky budou 
vyuity ihned po nasazení, mnohé jsou v plánu nasazení v blízké budoucnosti, nebo se 
jejich vyuívání bude vázat s rozvojem èi poøízením dalích zaøízení v poèítaèové síti.  
Technologie (QoS) bude vyuita pro priorizování paketù na vlastním broadcastu 
pro hlasové a konferenèní sluby. (QoS) bude té zajiovat øízení rychlosti na 
virtuálních sítích VLAN. Jednotlivé porty budou v managementu pøepínaèe oznaèeny 
èíslem portu patch panelu a názvem koncového zaøízení. Tento popis portù se bude 
pravidelnì a dùslednì udrovat pøi jakékoliv zmìnì. Velmi to usnadní orientaci v logu 
chybových hláek, bude ihned jasné, na kterém zaøízení vznikají jaké anomálie a zkrátí 
se doba identifikace a vyøeení problému. Po konfiguraci pøepínaèe bude uloen stav do 
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pamìti a zálohován na diskové pole. V pøípadì havárie nebo selhání zaøízení bude 
k dispozici obraz pamìti k obnovení. Obnovení samozøejmì také do nového zaøízení 
v pøípadì úplného selhání a výmìnì pøepínaèe za nový, v rámci záruky spoleènosti HP. 
Moduly pøepínaèe mají funkci (PoE), co umoòuje napájet pøipojená zaøízení 
po ethernetu. Postupem èasu je plánovaná výmìna telefonní ústøedny a je velmi 
pravdìpodobné, e se toto zaøízení bude virtualizovat a pobìí ji jako sluba na 
serveru. Koncová zaøízení, tedy telefonní aparáty, budou pøipojeny pomocí poèítaèové 
sítì a hlasové sluby budou vyuívat protokolu IP. Obdobný trend èeká i analogový 
kamerový systém. Pøi dalím roziøování ji nebudou poøizovány hardwarové DVR 
rekordéry, ale budou se té instalovat jen serverové aplikace pro ukládání záznamù 
z prùmyslových kamer. Vechna tato zaøízení budou pøipojena k novému pøepínaèi a 
napájena pøes (PoE) porty. Uetøí se nákladné budování elektrických rozvodù k tìmto 
koncovým zaøízením a lze jednodue zajistit nepøetritý zdroj napájení z jednoho místa 
centrálnì. 
Nedávno sputìný systém zálohování pracovních stanic a serverù zvýil 
nárazovì nároky na pøenos dat poèítaèovou sítí. Zálohování jsou plánována na 
odpolední a noèní hodiny a v tìchto èasech je datový tok velmi vysoký. Je tedy nutné 
zajistit pro noèní hodiny maximální prioritu pro tyto èinnosti a také dostateènou 
kapacitu a íøku pásma. Jedna z funkcionalit, podpora jumbo rámcù, bude pro tyto 
pøesuny objemných dat pøínosem. Na klientských stanicích a serverech se nejdøíve 
pøipraví zálohová dávka a ta je, jako celek, pøesunuta na zálohovací datové iSCSI pole. 
Velikost jumbo gramù mùe být a 4 GiB a tím se mnohem zrychlí pøesun dávek pøi 
zálohování ale i obnovený havarovaných systémù.  
Funkce sluèování portù (Port Trunking) bude pøipravena na posílení páteøní 
kapacity pro datové toky mezi jednotlivými pøepínaèi. U serverù bude moné jít i cestou 
10G modulù.  Podruné pøepínaèe vak nejsou takto vybaveny. V pøípadì nutnosti 
navýení pøenosové kapacity, budou potøebné porty spojeny v jednu rychlejí linku.  
Pøepínaè bude osazen v základu osazen pìti moduly, obsahující kadý z nich 24 
gigabitových portù a dvìma moduly s 20 gigabitovými porty a ètyømi volnými sloty pro 
zásuvné moduly optických transceiverù. Celkový poèet tedy bude 160 gigabitových 
ethernetových portù a osm slotù pro zásuvné transceivery. Zbyde tedy jetì celkem pìt 
pozic pro dalí modulární rozíøení. Velkou výhodou tohoto pøepínaèe tedy je, e 
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v budoucnu je moné roziøovat pøepínaè o nové technologie. Tedy tøeba nasazení 10G 
modulù pro velmi vysoké objemy dat z databázových èi aplikaèních serverù. Zùstává 
tedy pro firmu otevøená cesta pro nasazování nových technologií a roziøování. 
V základu je té instalována dvojice napájecích, redundantních 1500 W zdrojù. Toto 
zajitìní nepøerueného napájení je pro firmu dalí výhodou, kterou souèasné pøepínaèe 
nemìly. 
Virtuální privátní sítì (VPN) jsou ve firmì ji delí dobu pouívány a s jejich 
vyuitím se poèítá i do budoucna a také s roziøováním. V analýze bylo zjitìno, e se 
napøíklad pouívá k zpøístupnìní øídícího systému lakovny dodavateli, z dùvodu 
provádìní servisních zásahù. Budou tedy souèasné privátní sítì provozovány nadále a 
v budoucnu pøibude té virtuální sí pro návtìvy zákazníkù èi dodavatelù a 
demilitarizované zóny pro zaøízení, je mají být vystaveny pro pøístup z internetu. 
Webové nebo FTP servery. 
Pøi výbìru bylo myleno té na bezpeènost. Vyuity budou mnohé funkcionality 
popsané v technických specifikacích. Zejména zamezení íøení paketù z neoprávnìných 
DHCP serverù. Ochrana proti neádoucímu provozu (ICMP) paketù mající za cíl 
vyøazení jistého zaøízení nebo sluby. Známé jsou té pod oznaèením (DoS) útoky. 
Pøepínaè detekuje takové pokusy a zamezí selhání sluby na vlastní úrovni. Pøi nasazení 
bude vytvoøena tabulka (MAC) adres vech zaøízení v poèítaèové síti a bude do 
budoucna udrovaná v aktuálním stavu. Toto opatøení bude základní ochrana proti 
neoprávnìnému pøipojování cizích síových zaøízení do lokální sítì.      
Nespornou výhodou je doivotní záruka na produkt, tedy tak dlouho, jak budete 





5.2.2. Optimalizace pøepínaèù podruných rozvadìèù 
 
Pøi prvotní analýze bylo zjitìno, e pøepínaè v rozvadìèi haly montáe R2 
vyhovuje po stránce páteøního pøipojení optickým kabelem. Problém je v plném 
obsazení vech dostupných 24 gigabitových portù. Bude tedy nahrazen jedním ze 
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zbylých pøepínaèù z hlavního rozvadìèe. Tedy stávající pøepínaè HP Procurve 2824 
nahradí pøepínaè HP Procurve 2848. Tento poèet bude jistì dostateèný pro nìkolik 
dalích let, pøi stávajícím trendu rozvoje spoleènosti. 
Rozvadìè lakovny R3 má stávající pøepínaè pøipojený páteøním optickým 
kabelem a disponuje dostateèným mnostvím volných portù. Zde není potøeba prozatím 
ádné zmìny. 
Rozvadìèe R4, R5 a R6 jsou osazeny pøepínaèi HP Procurve 1810G, umoòující 
pouze metalické páteøní pøipojení. Ji v úvodu bylo v optimalizaci pasivních prvkù 
navrhnuto, e se páteøní vedení k tìmto tøem rozvadìèùm zmìní na optické vedení. Je 
tedy nutná i výmìna aktivních prvkù.  
Rozvadìè R4 bude osazen pøepínaèem HP Procurve 2824, který zbyl po výmìnì 
z rozvadìèe R2, haly montáe. Zde bude 24 gigabitových portù dostateèný. 
Rozvadìè R5 bude osazen pøepínaèem HP Procurve 2848, který zbyl po výmìnì 
z hlavního rozvadìèe. Kanceláø technologie mùe být v budoucnu nejrychleji se 
rozvíjející èástí spoleènosti. Mnohé projekèní èinnosti se ji pøemísují z mateøské 
spoleènosti a nových pracovníkù technologické pøípravy výroby pøibývá nejrychleji. 
Proto právì zde bude umístìn tento výkonný pøepínaè s dostateènou rezervou volných 
portù pro dalí nová koncová zaøízení nebo pøípadné slouèení portù, pro navýení 
rychlosti páteøního spoje.  
Pro rozvadìè R6 bude zakoupen nový pøepínaè HP Procurve 2824. I zde by 
mìlo být dostateèné mnoství volných portù pro plánovaný rozvoj spoleènosti.     
   
    
5.3. ízení síového provozu 
 
HP PCM+ Network Management Software. Jde o produkt správy sítì tvoøený na 
platformì Microsoft Windows. Aplikace je dodávána ke zvolenému pøepínaèi zdarma, 
jinak ji lze samozøejmì poøídit i samostatnì. Umoòuje mapování, konfiguraci sítì a 
zaøízení a také sledování.  Zajiuje bezpeènost a roziøitelnost pro malé i velké sítì a 
umoòuje jejich vzdálené sledování. Aplikace umoòuje také administrátorùm bezpeènì 
pøidat, upravit èi omezit pøístup k síti. Je zde také omezená monost spravovat i zaøízení 
jiných výrobcù, zejména jedná-li se o bezdrátová zaøízení. Aplikace se ovládá 
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z webového rozhraní a je tedy dostupná ze vech poèítaèù v síti a dokonce i z mobilních 
zaøízení. Zobrazení celé sítì zobrazuje pomocí mapy vechna zaøízení, poskytuje výhled 
i do podsítí, VLAN, nebo skupin. Dovoluje si oznaèovat jednotlivá zaøízení, porty a k 
nim pøiøadit pohled na typ pøipojení èi úroveò provozu. Monitor síových slueb 
poskytuje informace o velikosti provozu v urèitých oblastech slueb, jako jsou (HTTP, 
DHCP, DNS a FTP). Poskytuje okamitý pohled na dostupnost síových slueb a doby 
odezvy. Významným pomocníkem je také vyhodnocování a upozornìní na chybovost 
datového pøenosu na konkrétních portech u vech pøepínaèù a síových zaøízení 
v poèítaèové síti. Mnohé chyby na koncových zaøízeních se chybnì hledají v operaèních 
systémech èi v aplikacích, ale pravá pøíèina mùe být v síové kartì, vadném kabelu, 
zásuvce nebo konektoru. Aplikace upozoròuje na zahozené pakety nebo pøíli èasté 
výzvy na opakování pøenosu. Na základì tìchto informací lze s pøedstihem pøedcházet 
chybovostí a rychleji se dopátrat pøíèinì problémù. Na centrální úrovni lze takté øídit 
pøístup k síti na technologii ovìøování RADIUS. Lze nakonfigurovat tak, aby pomocí 
standardu protokolu RADIUS byl øízen pøístup k uívání sítì a ovìøovat pøístup 
k síovým prostøedkùm lze a na deseti samostatných RADIUS serverech. Pøístup lze 
øídit jednodue také za pomoci filtrování MAC adres. Vytvoøená tabulka (seznam MAC 
adres) je veden v aplikaci a distribuován do vech síových zaøízení a na základì tohoto 
seznamu je udíleno povolení k uívání sítì. Tento zpùsob zabezpeèení lze sice velmi 
jednodue obejít. Úèelem není silná ochrana proti prùniku do sítì, ale jednoduché 




Obrázek 18: HP PCM Plus Network Management (14) 
        
5.4. Orientace a znaení 
 
Znaèení kabelù páteøní a horizontální sekce je po prùzkumu v poadovaném 
stavu. Zakonèení optický kabelù páteøní sítì je dùslednì popsáno na ukonèovacích 
prvcích (optických vanách). Oznaèen je vdy smìr, z kterého rozvadìèe, na který je 
optické vlákno vedeno. Nepouitá optická vlákna jsou uloena a oznaèena v optické 
kazetì. Stejnì tak je popsáno i metalické páteøní vedení pro telefonní sí.  
Horizontální sekce je zakonèena v rozvadìèích na patch panelech. Ty jsou 
oznaèeny písmeny (A, B, C,..) a jednotlivé porty oèíslovány na tìchto panelech. 
Oznaèení odpovídá i zakonèení v úèastnických zásuvkách. Jednotlivé zásuvky jsou 
oznaèeny pøísluným písmenem patch panelu a souvisejícím èíslem portu. (09A10) 
Drobné vylepení by se mohlo realizovat v barevném oznaèení uivatelských 
poèítaèových zásuvek. Vzhledem k tomu, e se stejné oèíslování nachází v rùzných 
budovách, mùe za urèitých okolností dojít k omylùm pøi identifikaci. Pokud bude 
kadý jednotlivý datový rozvadìè oznaèen pøíslunou barvou, bude identifikace 
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jednoznaèná a stejné oznaèení zakonèení v rùzných budovách bude tímto vyøeeno. 




Obrázek 19: Barevné polyesterové títky LetraTAG (15) 
 
V samotných rozvadìèích vak existuje závanìjí problém. Úplnì schází 
oznaèení propojovacích patch kabelù horizontální sekce. Tedy propojení pøepínaèe 
s patch panelem. Kadý kabel by mìl být oznaèen minimálnì na zaèátku a na konci a 
obsahovat informaci, odkud a kam vede. Poadavky na znaèení mají striktní poadavky. 
Je nutné, aby znaèení slouilo po celou dobu ivotního cyklu poèítaèové sítì, tedy 
minimálnì 20 let. Je pomìrnì bìné, e se nekvalitní znaèení po krátké dobì samovolnì 
odlepí, nebo odpadne pøi sebemení manipulaci. Pokození mùe nastat také vlivem 
pùsobení teploty a neèistot. Výkonný systém znaèení kabelù tedy musí pouívat etikety, 
které jsou odolné, a zároveò je jejich aplikace rychlá a jednoduchá. Vechny tyto 
vlastnosti spojují etikety Brady. 
Jednodue se odlepují z jejich podkladu a velmi snadno se ruènì pøipevòují. 
Pøilepují se rychle a pøesnì, jejich pøilnavost je velmi vysoká a v prùbìhu èasu se 
nesniuje. 
Spolehlivé a peèlivé znaèení vech kabelù v telekomunikaèních rozvadìèích 
sniuje výraznì dobu na identifikaci a vyøeení problému. Tato doba je pro spoleènost 
prostoj, který vdy znamená ztrátu ekonomickou i èasovou. Výrobci uvádí, e jejich 





Obrázek 20: Ukázka zna!ení pomocí etiket Brady 
 
5.5. Záloní napájení 
Vechny rozvadìèe jsou vybaveny záloními zdroji napájení na pokrytí 
krátkodobých výpadkù elektrické energie. Tyto záloní zdroje mají zaruèit nepøeruený 
zdroj napájení na takovou dobu, aby bylo moné bezpeènì uloit a ukonèit bìící 
aplikace, sluby a zaøízení, bez ztráty dat.  
Lakovací linka je vybaveny výkonným Diesel-Generátorem. Tento je schopen 
zálohovat napájení dùleitých systémù a technologií lakovací linky. Do budoucna by 
bylo vhodné uvaovat o propojení generátoru s datovými místnostmi a rozvadìèi. 
Vzhledem k tomu, e generátor startuje bìhem nìkolika minut po výpadku, bylo by 
moné, za pomocí nìj a ji instalovaných záloních zdrojù, vytvoøit systém skuteèného 






















6. Zhodnocení a závr 
 
Tato práce byla pøedem rozdìlena do tøí logických celkù. Poèáteèní seznámení 
se stávajícím stavem poèítaèové sítì v prùmyslovém podniku, dále pak teoretická 
východiska navrhovaného øeení a závìreèná èást obsahuje konkrétní návrh øeení dle 
vytýèených cílù bakaláøské práce. 
 
V úvodní èásti byla popsána poèítaèová sí spoleènosti Fritzmeier podle jejího 
skuteèného souèasného stavu. Struktura se vyvíjela dle roziøování a rùstu spoleènosti. 
Ji v úvodu je patrné, e bez komplexního nadhledu nad sítí jako celkem vznikají 
logické chyby pøi navazování nových èástí sítì. Tyto chyby se pak stávají buï zúeným 
místem omezující rychlost nebo skrytou hrozbou pro èásteèný nebo úplný kolaps 
poèítaèové sítì. 
 
Dalí èást je zamìøena na teoretická východiska øeení. Tato èást teoreticky 
vysvìtluje základní principy a normy pro poèítaèové sítì. Seznamuje také se základními 
pojmy a dává technický základ pro øeení zajiující kvalitu, funkènost a bezpeènost. 
 
Tøetí a poslední èást je vlastní návrh øeení optimalizace poèítaèové sítì. 
Poukazuje ji na zjitìné konkrétní problémy a nesoulady s normou èi teoretickými 
východisky øeení. Úvod se vìnuje pasivním prvkùm, nalezeným nesrovnalostem a 
návrhu na jejich odstranìní. Dále jsou podrobnì zpracovány návrhy stran aktivních 
prvkù poèítaèové sítì. Výsledný návrh zajistí vysokou míru dostupnosti a spolehlivosti 
poèítaèové sítì jako celku a rezervy pro dalí pøedpokládaný rùst spoleènosti. Obsahuje 
té návrh na odstranìní zjitìných nedostatkù a uvedení do stavu odpovídajícímu èeské 
státní normì. Konec se vìnuje problémùm se znaèením kabelù a dalí monostem pro 
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8. Seznam zkratek 
 
TCP/IP - Transmission Control Protocol/Internet Protocol 
CNC - Computer Numeric Control 
CCTV - Closed Circuit Television 
UTP - Unshielded Twisted Pair 
STP - Shielded Twisted Pair 
DECT - Digital Enhanced Cordless Telecomunications 
SYKFY -  S - sdìlovací kabel vnitøní 
Y - PVC izolace il 
K - kabel 
F - elektrostatické stínìní 
Y - PVC plát 
HP - Hewlett-Packard 
RJ-45 - Koncovka definovaná ve standardu TIA-968-A 
WDM - Wavelength Division Multiplexing 
EPS/RPS - Redundant/External power supply 
VLAN - Virtual Local Area Network 
IP - Internet Protocol 
DoS - Denial of Service 
QoS - Quality of Service 
PoE - Power over Ethernet 
LAN - Local Area Network 
PAN - Personal Area Network 
PDA - Personal Digital Assistant 
FDDI - Fiber distributed data interface 
MAU - Multistation Access Unit 
OSI - Open Systems Interconnection 
CAT 5e/6 - category 5e (CAT-5e), category 6 (CAT-6) 
Wi-Fi - wirelessly (using radio waves), Wireless Fidelity 
ACK- Acknowledgement 
ASCII - American Standard Code for Information Interchange 
TCP - Transmission Control Protocol 
UDP - User Datagram Protocol 
SNMP - Simple Network Management Protocol 
CLI - Command-line interface 
VPN - Virtual private network 
NAT - Network address translation 
ADSL - Asymmetric digital subscriber line 
ISDN - Integrated Services Digital Network 
MHz - Megahertz 
Mbit/s - Megabit per second 
Gbit/s - Gigabit per second 
TPDDI - Twisted-Pair Distributed Data Interface 
LED - Light-emitting diode 
SMA - Connector SubMiniature version A 
MTU - Maximum transmission unit 
IPv4 - Internet Protocol version 4 
DHCP - Dynamic Host Configuration Protocol 
SSH - Secure Shell 
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SSL - Secure Sockets Layer 
SNMP - Simple Network Management Protocol 
CPU - Central processing unit 
ICMP - Internet Control Message Protocol 
ARP - Address Resolution Protocol 
MAC - Media Access Control address 
RADIUS - Remote Authentication Dial In User Service 
HTTP -  Hypertext Transfer Protocol 
DNS - Domain Name Service 
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1. Kabelové trasy poèítaèové sítì 
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