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Perkembangan teknologi membuat hampir seluruh pembuatan dokumen 
dilakukan secara digital. Dokumen digital yang bersifat rahasia akan sulit jika 
terdapat modifikasi oleh orang yang tidak bertanggung jawab. Oleh karena itu 
dibuatlah suatu skema tanda tangan untuk dokumen digital yaitu tanda tangan 
digital. Tanda tangan digital pada dasarnya berfungsi sebagai alat otentikasi untuk 
menjamin keaslian dokumen tersebut serta menghindari adanya penyangkalan. 
Tanda tangan digital dapat menjamin beberapa aspek keamanan, yaitu authencity, 
integrity dan non-repudiation. Tanda tangan digital dapat menggunakan 
Algoritma Elliptic Curve Digital Signature (ECDSA) yang merupakan gabungan 
dari Elliptic Curve Crytography (ECC) dan Digital Signature Standard (DSS). 
Penelitian ini melakukan implementasi tanda tangan digital menggunakan 
Algoritma ECDSA pada file jurnal tipe pdf. Hasil penelitian ialah tanda tangan 
digital ini dapat menjamin authencity, integrity, dan non-repudiation pada file 













Technological developments have made almost all document creation 
done digitally. Confidential digital documents will be difficult if there is 
modification by irresponsible people. Therefore, a signature scheme was made for 
digital documents, namely digital signatures. The digital signature basically 
functions as an authentication tool to ensure the authenticity of the document and 
avoid denial. Digital signatures can guarantee several aspects of security, namely 
authencity, integrity and non-repudiation. Digital signatures can use the Elliptic 
Curve Digital Signature (ECDSA) Algorithm, which is a combination of Elliptic 
Curve Crytography (ECC) and Digital Signature Standard (DSS). This study 
implements a digital signature using the ECDSA algorithm in a pdf type journal 
file. The result of the research is that this digital signature can guarantee 
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