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Aquest projecte té com a objectiu principal la implantació d’una aplicació web, 
a través de la qual l’alumnat podrà realitzar classes de caràcter docent. 
Aquesta aplicació web ofereix com a servei principal, la connexió remota per 
mitjà del portal web al laboratori domòtic situat a l’escola universitària. 
 
El primer capítol tracta de fer una breu síntesi teòrica de tots els conceptes 
involucrats al projecte, així com la introducció i definició de les tecnologies 
utilitzades en aquest entorn domòtic. Es concretaran tots els punts importants i 
desfavorables de cada una de les tecnologies. A més, es realitzarà un anàlisis 
comparatiu entre les alternatives existents en el mercat actual i les que s’han 
implementat en aquest projecte. 
 
Un cop realitzada la introducció, s’ha elaborat un anàlisis tècnic on es realitza 
una descripció de l’aplicació. D’igual forma, es defineixen els requeriments en 
quant a privilegis, que ha de contenir cadascun dels comptes dins l’aplicació 
web. En aquest apartat, s’especifica de forma detallada quines són les 
funcionalitats i serveis que ha de contenir l’aplicació i quina és la casuística 
que s’ha d’implementar en cada cas. A més, s’explicaran les mesures 
funcionals i de control que s’han utilitzat dins l’entorn web. 
 
Juntament a l’anàlisi tècnic, s’ha definit un disseny tècnic on s’explicarà les 
diferents parts de l’aplicació web i com està estructurada. Es detallaran on 
estan situades les parts que conformen el portal web i es mostrarà de forma 
gràfica cadascuna de les pantalles. 
 
Per últim, s’ha incorporat en aquest projecte un estudi de l’entorn domòtic que 
es troba ubicat a l’escola universitària. Hi ha documentació relativa als 
dispositius actuals i millores que es poden realitzar per fer més fàcil la 
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En els seus inicis quan es va inventar la web actual, tal i com la coneixem avui 
en dia, estava dissenyada i enfocada a oferir servei a un conjunt de 
característiques ven diferents a les actuals. Les webs inicials es caracteritzaven 
per ser un entorn estàtic, amb pàgines HTML que disposaven de poques 
actualitzacions i on no tenien cap interacció amb l’usuari. 
  
La web actual, World Wide Web, ha evolucionat i s’ha convertit amb el temps  
junt amb el correu electrònic, en el principal servei d’Internet. Internet ha deixat 
de banda la seva principal característica, ser una gran biblioteca de pàgines 
amb contingut estàtic, per donar noves funcionalitats i oferir nous serveis que 
permetin accedir a moltes altes prestacions. 
 
Un d’aquests nous serveis és la connexió remota. Aquest servei permet fer una 
extensió d’una determinada xarxa, permetent que qualsevol usuari pugui 
realitzar una connexió des de qualsevol lloc. Aquest servei és conegut sota les 
sigles VPN, Xarxa privada virtual (Virtual Private Network). 
 
El sistema realitza una connexió segura per mitjà d’un túnel virtual, entre 
l’ordinador de l’usuari i el servidor. En el nostre cas, el servidor estarà situat a la 
xarxa informàtica cablejada de la universitat. Totes les accions que realitzi 
l’usuari, aniran encaminades per mitjà d’aquest túnel virtual. La comunicació 
estarà xifrada de tal forma que no sigui possible veure el contingut de la 
informació mentres es desplaça per la xarxa. 
 
Aquest projecte està directament enfocat a la implementació d’aquest servei, 
oferint la possibilitat de poder realitzar connexions remotes a un entorn 
domòtic. La idea principal és que l’usuari pugui interaccionar amb l’entorn i 
pugui realitzar pràctiques  de domòtica fora l’entorn universitari. 
 
La interacció de l’usuari amb l’entorn domòtic es realitzarà sota una connexió 
segura, on sol·liciti com a previ requisit una autenticació. És un projecte on 
predomina la necessita de proporcionar a l’usuari, un entorn accessible en 
qualsevol moment i des de qualsevol lloc.  
 
El principal servei web implementat en el projecte, serà la característica 
principal de l’aplicació Web que es dissenyarà. Sota aquesta característica es 
desenvoluparan funcionalitats complementàries que facilitaran l’administració 
de l’entorn domòtic. Aquestes funcionalitats implementades estaran 
directament orientades a l’alumne, com ara la publicació de noticies, consultes 
varies o la possibilitat de realitzar reserves restringint l’accés remot. 
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CAPÍTOL 1. ENTORN DEL PROJECTE 
 
1.1. Concepte aplicació web 
 
1.1.1. ¿Què és una aplicació web? 
 
Una aplicació web és un sistema basat  en el paradigma client/servidor. Aquest 
paradigma permet proporcionar un servei al client a través d’un servidor. 
Aquest facilita el servei quan l’usuari el sol·licita. La comunicació realitzada 
entre el client i el servidor es realitza per mitjà d’un  protocol ja implementat i 
definit. El protocol utilitzat és l’HTTP (protocol de transferència de hipertext).  
 
Per una banda, el client gestiona les peticions de l’usuari i la recepció de les 
pàgines que provenen del servidor.  
 
Per altra banda, el servidor roman a l’espera de peticions. Al servidor s’hi 
troben les pàgines web estàtiques (documents HTML) i recursos multimèdia, 
imatges i documents addicionals. També pot contenir Scripts o programes que 
al ser invocats, s’executen i donen com a resultat per exemple una pàgina 
HTML dinàmica a partir d’una base de dades. 
 
1.1.2. Característiques presents en les aplicacions web 
 
A diferencia de les aplicacions convencionals basades principalment en client, 
les aplicacions web com s’ha mencionat, es caracteritzen per la separació entre 
client i servidor. A les aplicacions web, el client és l’explorador web, mentres 
que el servidor conté els programes o recursos a utilitzar. Són dos parts 
independents que intercanvien molt poca informació. 
En molts casos, les aplicacions web resulten accessibles a molts usuaris que 
utilitzen exploradors Web diferents. Una de les principals avantatges de les 
aplicacions web és precisament el concepte multiplataforma, és a dir, l’execució 
és independent de l’explorador web. 
És important tenir present que les aplicacions web han de disposar d’un 
sistema d’escalabilitat estable i preparat davant un possible creixement futur o 
de demanda extrema durant breus períodes en concret. 
Per altra banda, destacar la mobilitat que aporten les aplicacions web. L’usuari 
pot accedir i fer ús de l’aplicació des de qualsevol lloc del món. Contràriament a 
la mobilitat que aporta, és un sistema totalment centralitzat, on tota la 
informació es troba allotjada en un mateix servidor. 
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1.2. Concepte ASP.Net 
 
1.2.1. ¿Què és ASP.Net? 
 
ASP.Net és una tecnologia desenvolupada i comercialitzada per Microsoft a 
principis del 2002. Aquesta nova tecnologia és un Framework o patró pel 
desenvolupament i implementació d’una aplicació, en aquest cas, orientat a la 
creació d’aplicacions web. 
 
Com a interfície gràfica d’usuari per utilitzar aquestes aplicacions webs, 
s’utilitzen les pàgines web ASP.Net. Les pàgines web d’ASP.Net estan 
caracteritzades per la seva compatibilitat amb multitud de llenguatges. Admeten 
qualsevol llenguatge compatible amb Common Language Runtime de .Net, on 
es troben inclosos Microsoft Visual Basic, Microsoft Visual C#, Microsoft J# i 
Microsoft JScript.NET. 
 
La tecnologia ASP.Net permet executar el codi al servidor, el qual genera de 
forma dinàmica sortides de pàgines web a qualsevol explorador o dispositiu 
mòbil. Les pàgines web es creen en l’entorn Microsoft .Net Framework 
proporcionant importants avantatges en quant a l’entorn administratiu, de 
desenvolupament i de seguretat. 
 
Les pàgines web ASP.Net representen de forma automàtica el codi HTML 
adequat en funció de l’explorador. A més, proporcionen la possibilitat 
d’incorporar controls creats per altres fabricants. 
 
1.2.2. Punts forts de la tecnologia ASP.NET 
 
• Aplicacions independents de l’explorador 
 
Tota la lògica de l’aplicació és realitzada al servidor, eliminant totes les 
possibles incompatibilitats existents entres els diferents tipus d’exploradors 
web. 
 
• Programació controlada per events 
 
La tecnologia ASP.Net permet dissenyar controladors d’events que es 
produeixen al client o al servidor. A més, la captura d’events en el client, la 
seva transmissió al servidor y la crida al mètode apropiat es realitza de 
forma invisible i transparent a l’usuari. Tot això comporta una estructura del 
codi molt clara i escrita. 
 
• Proporciona escalabilitat en el rendiment del servidor 
 
La tecnologia ASP.Net permet realitzar de forma escalable aplicacions web 
d’un equip amb un únic processador a una bateria de servidors web sense 
realitzar canvis complicats en la lògica de l’aplicació.
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1.2.3. Punts dèbils de la tecnologia ASP.NET 
 
El fet que aquesta tecnologia hagi estat desenvolupada per Microsoft limita la 
utilització de la plataforma únicament a sistemes operatius Windows. De la 
mateixa forma, ASP.Net únicament treballa amb Servidors Web IIS (Internet 
Information Server). 
 
Les llicencies d’aquesta tecnologia acostumen a ser cares no disposant d’eines 
gratuïtes. L’entorn de desenvolupament Integrat (IDE) que disposa ASP.Net és 
Visual Studio. És una gran aplicació que ofereix gran varietat de components 
però el seu cost es bastant elevat. 
 
1.2.4. Comparativa amb altres tecnologies 
 
Per tal de poder observar els punts forts i febles respecte altres tecnologies 
basades en aplicacions web, s’ha realitzat un estudi comparatiu dels tres 
llenguatges de programació més utilitzats per al desenvolupament web. 
 
En quant a la plataforma que utilitza cada llenguatge PHP treballa millor amb 
LAMP, encara que també funciona amb altres plataformes. ASP.Net treballa 
amb Windows i J2EE treballa bé amb qualsevol plataforma.  
 
Pel que fa a la resposta de cada entorn, la velocitat desenvolupament més 
ràpida és l’ASP.Net, degut a la gran quantitat de components que incorpora. 
PHP és ràpid si utilitza Framework i J2EE és sens dubte el més lent. 
 
Cada tecnologia incorpora la seva pròpia base de dades. Així doncs, PHP 
utilitza MySQl, Oracle per J2EE i MSSQL per a ASP.Net. De la mateixa manera 
succeeix amb el servidor web on ASP.Net només funciona amb ISS (Internet 
Information Server). PHP i J2EE utilitzen altres versions comercials i 
opensource. 
Respecte al suport orientat a objectes ASP.Net i J2EE són els millors encara 
que PHP ha millorat  relativament en les últimes versions. ASP.Net treballa  a 
nivells alts de rendiment però sense arribar a l’alçada de PHP. J2EE és el més 
pesat en aquest camp.  
En termes de seguretat, J2EE sembla el més segur. PHP té vulnerabilitats 
donades pels desenvolupadors, no pel llenguatge. ASP.Net realitza millores 
constants en Service Packs de Windows oferint un important grau de seguretat. 
 
Altres diferencies respecte les tres tecnologies seria la sintaxis o el suport per 
part de la comunitat, on ASP.Net destaca per la seva senzillesa de codi 
principalment en VisualBasic i la gran quantitat de gent i comunitats 
desenvolupadores. 
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Fig. 1 Taula Comparativa d’ASP.Net respecte altres tecnologies 
 
1.3. Concepte Connexió remota 
 
1.3.1. ¿Què és una connexió remota? 
 
Una connexió remota és l’establiment d’un enllaç, entre un equip ubicat en 
qualsevol punt de la xarxa a un altre equip, a través del  qual es pot controlar 
un ordinador qualsevol com si es tractés del propi equip local. 
 
El protocol específic que proporciona aquest servei de connexió remota rep el 
nom de Telnet, que forma part del conjunt de protocols TCP/IP i que depèn 
exclusivament del protocol TCP per al nivell de transport.  
 
1.3.2. Característiques d’una connexió remota 
 
L’equip local que utilitza l’usuari per connectar- se a l’equip remot, perd tota 
capacitat de resposta a nivell de sistema que pugui tenir, i totes les accions que 
es realitzin s’envien a l’equip remot. Tots els caràcters polsats són enviats a 
l’altre màquina la qual retorna el resultat de la operació. 
 
Per a que una connexió remota es pugui dur a terme cal que tots dos equips 
estiguin connectats a la xarxa. Així doncs, tots dos equips estableixen una 
Entorn del projecte   11 
connexió com si es tractés d’un terminal real connectat directament a l’equip 
remot.  
 
Un cop establerta la connexió, l’usuari podrà iniciar la sessió amb un compte 
d’usuari i una contrasenya. En aquest tipus de connexió es transfereixen dades 
constantment entre els dos equips (pertanyents a les dades de pantalla, ratolí  
o teclat), per tal de controlar de forma remota l’altre equip. 
 
1.4. Concepte Java  
 
1.4.1. ¿Què és Java? 
 
Java és un llenguatge de programació desenvolupat per la empresa Sun 
Microsystems a principis dels anys 90. És un llenguatge molt ampli caracteritzat 
per la seva estructura de programació orientada a objectes. 
 
Una de les principals característiques per les que Java s’ha fet molt famós és 
per la seva independència de plataforma, en quant a llenguatge. Funciona sota 
qualsevol tipus de plataforma. És una gran avantatja para els desenvolupadors 
de software, ja que no cal que realitzin un programa per a un tipus en concret 
de sistema operatiu (Windows, Linux o Apple...). 
 
La independència de plataforma és una de les raons per les que Java és molt 
interessant per Internet. Molts usuaris poden accedir a una mateixa aplicació 
des de equips o màquines amb diferents sistemes operatius. A més, la 
tecnologia Java s’està desenvolupant per a mòbils, agendes i qualsevol tipus 
de dispositiu per a ordinador, oferint un gran ventall de serveis. 
 
1.4.2. Punts forts de la tecnologia Java 
 
La versatilitat i eficiència de la tecnologia Java, la portabilitat de la seva 
plataforma i  la seguretat que aporta, han fet d’ ella una tecnologia ideal per a la 
seva aplicació a xarxes d’Internet. De portàtils a centres de dades, de consoles 
de jocs a equips científics, de telèfons mòbils a Internet, Java està ofereix gran 




Java permet desenvolupar software sota qualsevol plataforma i executar-
lo a qualsevol altre.  
 
• Compatibilitat amb aplicacions web i serveis web 
 
La tecnologia Java és ideal a l’hora de desenvolupar programes que 
funcionen per mitjà de navegadors web i en la creació de serveis web. 
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• Desenvolupament d’aplicacions per a servidors 
 
Aquesta tecnologia dóna la possibilitat de desenvolupar aplicacions per a 
servidors com per exemple fòrums en línia, botigues online, enquestes, 
processament de formularis HTML,  etc. 
 
• Desenvolupament conjunt amb altres aplicacions o serveis 
 
Java permet combinar aplicacions o serveis que utilitzin el llenguatge 
Java per a crear serveis o aplicacions totalment personalitzades. 
 
1.4.3. Punts dèbils de la tecnologia Java 
 
Java és un llenguatge interpretat, és a dir, les instruccions de codi es 
tradueixen o interpreten una a una. Es podria considerar una gran 
desavantatge ja que aquest tipus de llenguatge redueix dràsticament la 
velocitat de resposta. 
 
Habitualment els llenguatges interpretats són de l’ordre de deu vegades més 
lents que els llenguatges compilats, on el codi es tradueix a partir del codi font 
per mitjà d’un compilador. 
 
Ara bé, Java es pot combinar per mitjà dels anomenats compiladors “Just in 
Time”  per solucionar el problema de la lentitud. Alguns entorns de programació 
com la màquina virtual de Java, utilitzen aquests compiladors traduint el codi 
font inicial a un codi intermedi, que desprès s’interpreta en la màquina virtual. 
 
1.5. Concepte TightVNC 
 
1.5.1. ¿Què és TightVNC? 
 
TightVNC és una aplicació dissenyada per a poder realitzar connexions 
remotes entre diferents equips sota l’estructura client-servidor. És una  
aplicació de codi obert i per tant ofereix la possibilitat de poder modelar 
l’aplicació a gust de l’usuari. 
 
1.5.2. Punts forts del software TightVNC 
 
• Software gratuït 
 
TightVNC aporta una avantatja davant el fet que sigui un software de codi 
obert, i es que és totalment gratuït. Es poden realitzar les modificacions de 
codi pertinents per tal que l’aplicació s’adapti completament al nostre 
projecte. 
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• Alternatives accés al servidor per control remot 
 
Una de les característiques principals d’aquesta eina o aplicació és la 
capacitat de poder oferir-nos el servei de control remot per mitjà de diferents 
formes. Es poder realitzar connexions remotes a través d’un navegador 
Web que tingui suport amb Java accedint al servidor web, o bé, a través 
d’un client TightVNC. 
 
• Execució de l’aplicació sense instal·lació a l’equip client 
 
És precisament la característica de la connexió a través del navegador web, 
la que dóna un gran potencial a aquest eina, ja que no cal cap tipus 
d’instal·lació per a la seva execució per la part del client. Únicament caldrà 
tenir instal·lat al servidor el software corresponent, per tal que quan el client 
es vulgui connectar, el servidor rebi la petició. 
 
• Amplies possibilitats per a la configuració 
 
TightVNC ofereix moltes possibilitats en quant a configuració. Permet 
habilitar la compressió de dades que s’envien, així com, ajustar la resolució 
de la imatge o el bloqueig del teclat i ratolí mentres s’accedeix remotament. 
 
1.5.3. Punts dèbils del software TightVNC 
 
El fet de ser una aplicació amb software de codi obert implica que el suport 
d’aquesta és limitada al ús dels fòrums d’usuaris, FAQ i llistes d’arxius i correu. 
A més, només està disponible la versió en anglès. 
 
De la mateixa forma, TightVNC únicament ofereix suport personalitzat a 
contribuents que realitzen donacions al  projecte. 
 
1.5.4. Comparativa amb altres plataformes  
 
La elecció d’aquest software s’ha fet a partir de la comparativa realitzada amb 
altres aplicacions orientades a la connexió remota. Són les més utilitzades en 
entorns Windows. Dins la selecció realitzada s’ha incorporat aplicacions de codi 
obert i altres comercials. 
 
Evidentment les aplicacions comercials ofereixen major funcionalitat que les 
gratuïtes. Tot i això, TightVNC ofereix unes altres prestacions mantenint la 
condició d’una aplicació gratuïta. 
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Fig. 2 Taula Comparativa d’ASP.Net respecte altres tecnologies 
 
Encara que a la taula no s’ha fet menció a la compatibilitat amb entorns Unix-
Linux, tots són compatibles a excepció de ManagePC. No és una característica 
rellevant donat que el projecte es desenvoluparà sota l’entorn Windows. 
 
Els punts més importants a l’hora d’escollir aquest software han estat 
principalment la llicencia, la seva versalitat en tots en els sistemes operatius 
Windows i les altes prestacions que ofereix en la resta de punts, igualant les 
aplicacions comercials. 
 
1.6. Concepte Microsoft SQL Server 
 
1.6.1. ¿Què és Microsoft SQL Server? 
 
Microsoft SQL Server és una plataforma global de base de dades que ofereix 
una administració de dades empresarials. Aquesta plataforma ofereix un 
emmagatzemant més segur i fiable de les dades i ofereix la possibilitat de crear 
i administrar aplicacions de dades amb un rendiment molt alt. 
Microsoft SQL Server servirà com a base de dades per a tots els continguts de 
l’aplicació web que es desenvoluparà sota ASP.Net. Aquesta plataforma ofereix 
un sistema escalable amb una seguretat i un rendiment que fan de l’aplicació 
web una eina molt robusta.  
Així doncs, Microsoft SQL Server és una plataforma que proporciona al nostre 
entorn de desenvolupament característiques tan importants com la escalabilitat 
o la seguretat, sense deixa de banda la seva simplicitat d’ús. 
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1.6.2. Punts forts de Microsoft SQL Server 
 
Microsoft SQL Server vol incrementar la productivitat en quant a 
desenvolupament a les aplicacions, sense deixar de banda aspectes tan 




Aspecte fonamental en la creació d’aplicacions de qualsevol tipus. Aquesta 
plataforma permet implementar i crear aplicacions molt exigents amb SQl 
Server. Realitza tasques, com la partició de taules o d’índex de gran volum, 
per a la millora significativa de les consultes de dades de gran envergadura 
 
• Partició de taules o índex de gran volum 
 
La partició de taules i índex facilita la administració de bases de dades de 
gran volum ja que fragmenten la informació de les bases. Es divideixen les 




Microsoft SQL Server conté un model de seguretat que proporciona un 
control més precís i flexible. La seguretat es centra en aspectes importants 
com proveir d’autenticació a la plataforma d’emmagatzematge de dades o 
proporcionar una especificació de permisos en quant a la autenticació. 
 
• Facilitat d’ús 
 
Aquesta plataforma està caracteritzada per la seva senzillesa i simplicitat en 
quant a administració i utilització de les bases de dades. Únicament conté 
una consola d’administració que permet controlar dades, administrar i 
ajustar tots els serveis relacionats amb l’aplicació. 
 
1.6.3. Punts dèbils de Microsoft SQL Server 
 
A vegades es necessari realitzar una migració de dades en una base de 
dades. Aquesta migració requereix forçosament un reinici de les taules que 
contenen les dades ocasionant un problema important i perillós. 
 
Per altra banda, a nivell de plataforma, el fet que no sigui compatible amb 
d’altres restringeix i limita la utilització d’aquesta base de dades. D’igual forma, 
el fet que no sigui open source, impossibilita poder modificar parts del codi per 
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1.6.4. Comparativa amb altres plataformes 
 
S’ha elaborat una taula comparativa on s’exposen les principals tecnologies 
alternatives a Microsoft SQL Server. En ella podem comparar les 
característiques més importants de cadascuna de les tecnologies: 
 
 
Fig. 2 Taula Comparativa d’ASP.Net respecte altres tecnologies 
 
 
MySQL a pesar de ser la única tecnologia open source compatible amb altres 
plataformes, desmereix de forma important en quant a prestacions. Microsoft 
SQL Server i Oracle són dos de les plataformes més conegudes i complertes a 
nivell de característiques. 
 
A pesar de la igualtat en robustesa, seguretat, escalabilitat que ofereixen 
aquestes dues últimes tecnologies, Microsoft SQL Server és ideal per a entorns 
Windows. Aquesta característica és de caràcter rellevant dins el nostre entorn 
de treball. És per aquest motiu que s’ha escollit com a tecnologia a 
desenvolupar dins el marc d’aquest projecte. Altres factors importants són la 
seva facilitat en quant a manteniment o la seva senzillesa pel que fa al 
llenguatge de programació. 
 
Totes les taules realitzades, així com les diferents característiques de cada un 
dels elements del primer capítol, han estat elaborats a partir de la informació 
recollida i contrastada per diferents fonts d’informació. 
 
És important remarcar que totes les tecnologies aplicades posteriorment en el 
projecte han estat realitzades en base a aquesta cerca i en funció de les 
nostres necessitats. A la bibliografia es pot trobar informació més extensa per a 
cada una de les tecnologies. 
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1.7. Concepte KNX/EIB 
 
1.7.1. ¿Què és EIB? 
 
EIB són les sigles corresponents a Bus d’ Instal·lació Europeu. Creada en 1990 
fruit del grup de fabricants que engloben EIBA (Associació EIB). EIB és una de 
les tecnologies més conegudes e implantades arreu d’Europa, orientat i 
destinat a instal·lacions domòtiques per a edificis i vivendes. 
 
Amb l’objectiu principal d’oferir unes prestacions en quant a serveis, EIB està 
exclusivament enfocat per a cobrir les necessitats quotidianes. EIB combina  la 
comoditat que ofereix, minimitzant les tasques de l’usuari i optimitzant l’energia 
utilitzada. 
 
1.7.2. Característiques del bus d’instal·lació Europeu  
 
El grup EIBA disposa d’un gran grup de marques apart d’EIB, totes elles 
relacionades amb el bus d’instal·lació. EIB és un sistema completament integrat 
d’automatització i control d’habitatges totalment compatible amb qualsevol dels 
productes del grup EIBA. Aquesta interoperabilitat existent entre els diferents 
productes, ofereix una gran varietat en un mercat  tan competitiu.  
 
El Bus d’instal·lació EIB correspon a les necessitats i requeriments que 
necessiten els instal·ladors elèctrics durant la tot el procés d’un projecte. Així 
doncs, es present tan a la planificació, com a la instal·lació, posada en marxa i 
funcionament i manteniment del sistema.  
 
El Bus d’instal·lació proporciona nombroses avantatges a destacar a l’hora 
d’implementar-se en un projecte: 
 
• Reducció del cablejat total a la instal·lació 
 
L’avantatja principal que ofereix és la reducció dràstica del material utilitzat 
en una instal·lació cablejada. Estalvia al voltant d’un 60 % en cable respecte 
una instal·lació convencional. 
 
Per altra banda, la possibilitat de minimitzar la quantitat de material utilitzat, 
permet poder realitzar una instal·lació en un habitatge molt més senzilla i 
òptima des de l’inici. En posteriors modificacions o ampliacions del sistema, 
la reestructuració és molt menys crítica. 
 
EIB en front a canvis imprevistos per necessitat de reorganització, ofereix 
una adaptabilitat molt ràpida i sense problemes. Tot això es resolt per mitjà 
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• Increment de funcions del sistema 
 
Tots els components bus posseeixen intel·ligència pròpia, de forma que no 
és necessària una unitat central de control com pot ser un ordinador. EIB és 
un sistema totalment descentralitzat. Aquest fet fa que EIB sigui modulable i 
adaptable tant a projectes de gran envergadura com per a petites 
instal·lacions. 
 
A més, l’usuari pot realitzar qualsevol canvi per tal de satisfer les seves 
necessitats sense cap tipus de problema, ja que aquesta tecnologia ofereix 
una gran flexibilitat. 
 
• Claredat en la instal·lació 
 
Fins a la actualitat, la majoria d’instal·lacions tradicionals, cada funció 
requereix d’una línea elèctrica pròpia. Cada sistema de control per tant 
requereix una xarxa separada. 
 
El bus d’instal·lació EIB presenta una evolució davant aquest sistema. EIB 
es pot controlar, realitzar la comunicació o vigilància de totes les funcions de 
servei i desenvolupament per mitjà d’una sola línia en comú. Aquest sistema 
permet accedir directament al aparell consumidor sense necessitat de 
realitzar desviacions sobre la línea d’energia. 
 
1.7.3. ¿Què és KNX Association o KNX/EIB? 
 
Konnex Association es va fundar al 1999 i es va formar a partir de la fusió de 
les tres associacions europees existents, dedicades exclusivament per a 
aplicacions i entorns relacionats amb el món de la domòtica i inmòtica. 
 
Per una banda l’associació estava formada per un component Francès, BCI, 
encarregada principal de la promoció del sistema Batibus. Per mitjà d’aquest 
sistema es realitzava el sistema de control, permeten als sensors i actuadors 
connectar-se directament a les centrals de control. 
 
El segon element d’aquesta associació era d’origen belga, concretament EIB. 
Aquesta és l’encarregada principal de la promoció del sistema de bus 
d’instal·lació EIB, explicat anteriorment. Està a càrrec del desenvolupament de 
les eines de software que fan de suport a la tecnologia EIB/KNX. 
 
Per últim, l’associació està formada per European Home systems Association 
d’origen holandès. S’encarrega principalment de la promoció del sistema EHS. 
Aquest sistema defineix un sistema de xarxa complet, suportant totes les 
funcions domèstiques de forma modular,fàcilment ampliable i configurable 
automàticament. És un sistema obert amb administració distribuïda i funcions 
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1.7.4. Característiques KNX Associaciation o KNX/EIB 
 
Konnex és l’únic estàndard obert a nivell mundial per al control d’habitatges a 
nivell domòtic. Aprovat com a Estàndard internacional (ISO/IEC 14543-3), així 
com estàndard europeu i chinés, mostrant la seva gran consistència i 
consolidació en el camp de la domòtica i inmòtica. 
 
Tots els productes de Konnex estan realitzats per diferents fabricants, oferint 
una gran diversitat i interoperabilitat entre tots els fabricants. Tots els productes 
són compatibles sense cap tipus de problema. 
 
Les principals característiques mostrades per Konnex són les següents: 
 
• Considerable estalvi energètic, resultat del baix cost operacional 
 
Dos dels aspectes dels quals s’encarrega Konnex són la il·luminació o 
calefacció. Són dos exemples clars del dia a dia en qualsevol habitatge, en 
els que se’ls hi treu un màxim rendiment, gràcies a aquest sistema. Tots dos 
exemples s’encendran o apagaran quan sigui necessari depenent dels 
perfils seleccionats i de la presencia d’usuaris a l’habitatge. 
 
Tots dos sistemes poden ser controlats automàticament segons la 
luminància del dia, reduint dràsticament el consum energètic. 
 
• Estalvi de temps 
 
Aquest sistema mostra clarament un estalvi de temps en quant a la 
interconnexió de dispositius. Permet interconnectar els dispositius de control 
per mitjà del bus, reduint considerablement el temps de disseny i 
instal·lació. 
 
El fabricant a desenvolupat una eina (“Engineering Tool Software”)  a través 
de la qual es pot realitzar un disseny , implementació i configuració del 
sistema, totalment independent de l’aplicació i del fabricant. 
 
Es precisament aquesta independència amb el fabricant, el que permet que 
es pugui combinar en la instal·lació els productes de diferents mitjans de 
comunicació ja sigui par trenat,radio freqüència o xarxes IP/Ethernet. 
 
• Escalabilitat i facilitat per a millores futures 
 
Una de les avantatges principals que ofereixen els sistemes Konnex és la 
seva adaptació en entorns nous o bé la integració de nous dispositius a la 
instal·lació del bus existent. És fàcilment adaptable i extensible en qualsevol 
sistema. 
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CAPÍTOL 2. CREACIÓ DE L’ APLICACIÓ WEB 
 
2.1. Anàlisis tècnic de l’aplicació 
 
2.1.1. Descripció de l’aplicació 
 
A l’hora de dur a terme la implementació de l’aplicació web, s’ha tingut en 
compte una sèrie de requisits i objectius previs a tenir en consideració. Aquests 
objectius defineixen les funcionalitats i característiques per cadascun dels 
apartats i serveis que ofereix l’aplicació web. 
 
L’aplicació serà un portal web de caràcter docent, disponible per als alumnes 
matriculats a determinades assignatures de la universitat. Aquesta aplicació 
donarà suport a l’assignatura de domòtica, proporcionant una forma d’estudi 
més propera als estudiants a través dels laboratoris remots. 
 
Aquest laboratori remot estarà disponible per a tots els usuaris matriculats a 
l’assignatura de domòtica i podran accedir des de qualsevol lloc i a qualsevol 
hora. Podran accedir a l’entorn domòtic sempre, un cop s’hagi realitza una 
reserva prèvia. 
 
L’aplicació web que donarà suport a l’estudi a través de la connexió remota, 
estarà estructurada per dos parts importants ben diferenciades. L’entorn web 
d’una banda donarà suport a l’alumnat amb diferents serveis i possibilitats, i per 
altra banda donarà la possibilitat de gestionar, configurar i controlar aquest 
propi entorn. 
 
Hi hauran dos tipus de comptes en quant a privilegis disponibles a l’aplicació 
web: els privilegis d’administració i els privilegis bàsics d’usuari. Els comptes 
amb privilegi d’administració únicament estaran a càrrec dels supervisors 
docents, mentres que els privilegis bàsics s’assignaran als diferents alumnes 
de l’assignatura. 
 
Per poder accedir en qualsevol d’aquests dos privilegis, serà necessària una 
identificació i contrasenya proporcionada per l’equip de professors que estigui 
al càrrec de l’assignatura. Així doncs, l’entorn web serà únicament accessible a 
través de la pantalla inicial d’autenticació i l’aspecte d’aquest entorn serà 
diferent en funció del tipus de compte que s’hagi ingressat. 
 
A continuació, a mode de diagrama visual, es descriu el comportament de 
forma global definit en aquest apartat . També s’especificarà de forma detallada 
per a cadascun dels comptes les funcionalitats implementades. 
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2.1.2. Diagrama escenari principal 
 
De forma visual, ens podem fer una idea general de quin serà el comportament 
de l’aplicació definida prèviament. El següent diagrama UML, mostra les 
accions a realitzar per un actor qualsevol independentment de si és 
administrador o un simple usuari. 
  
 
Fig. 3 Diagrama UML de l’escenari principal de l’aplicació 
 
 
El procediment inicial serà introduir l’autenticació corresponent. Un cop 
acceptada, es mostrarà l’entorn web per a administració o usuaris bàsics. A 
partir d’aquí es podrà realitzar diferents tasques i funcionalitats que es definiran 
de forma molt detallada en propers apartats. I per suposat es podrà accedir al 
laboratori domòtic, objectiu principal d’aquest projecte. Es podrà accedir 




Fig. 4 Diagrama Visual de l’entorn web 
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2.1.3. Definició privilegis comptes administració 
 
A continuació, s’especificarà de forma detallada cadascuna de les funcionalitats 
i serveis que ofereix l’aplicació web en els comptes administratius. Es realitzarà 
una descripció dels privilegis en els comptes d’administració. A l’igual que en el 
capítol anterior, també s’exposarà un diagrama visual de l’escenari 
administratiu. 
 
2.1.3.1. Descripció privilegis comptes administració 
 
Qualsevol usuari que s’autentiqui com a administrador, ha de disposar de 
privilegis absoluts sobre l’entorn web. El compte d’administrador ha de 
permetre tenir una visió global de la web. Això implica que no solament 
disposarà de les eines d’administració sinó que també tindrà una visió des del 
punt de vista d’usuari. 
 
Des d’una altre perspectiva, podem dir que l’administrador ha de tenir una visió 
d’usuari ampliada. Aquesta ampliació en quant a funcionalitats, mai la podrà 
visualitzar un usuari bàsic. 
 
La part o secció de la web que ha de contenir les opcions d’administració, ha 




L’aplicació web ha de disposar de la descarrega de recursos (documents, 
pràctiques, pdf, etc) per als alumnes. És per això que a la secció de 
documentació de l’administrador, s’ha de poder consultar quin és el llistat de 
documents visibles pels alumnes. En aquest llistat figuraran tots els 
documents que els alumnes pugin descarregar. 
 
A més, l’enllaç de documentació, disponible per l’administrador, ha de 
contenir dues funcionalitats. D’una banda s’ha de poder introduir o penjar 
els documents que posteriorment els alumnes podran descarregar. D’altra 





El portal web ha de contenir en la part central un blog de noticies, visible per 
qualsevol compte tant la d’administració com la d’usuari bàsic. En aquesta 
part central es pengen les noticies d’interès per part de l’administració. Ara 
bé, la possibilitat de penjar noticies ha de ser únicament possible des d’un 
compte d’administració. 
 
Al igual que en el cas de la documentació, l’enllaç de noticies ha de contenir 
dues funcionalitats. Una dóna la possibilitat d’introduir noticies que després 
seran visualitzades a la pàgina central i l’altre funcionalitat permet eliminar 
les noticies que l’administrador cregui convenient.  
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• Reservar Laboratori 
 
L’objectiu principal d’aquesta aplicació, és la connexió remota a través del 
portal web. Aquesta connexió remota la pot realitzar qualsevol usuari, a 
qualsevol hora, sempre i quan s’hagi realitzat una prèvia reserva per part de 
l’administrador. És per això, que una de les funcionalitats implementades és 
poder modificar llistat de reserves, si l’administrador ho desitja. El bloc de 
reserves conté dues funcionalitats més, les mateixes que documentació i 
noticies. 
 
Es podran realitzar reserves, especificant grup i dia del mes. Aquestes 
reserves es podran veure reflectides a la pàgina principal de l’aplicació, on 
hi ha un calendari. Els dies reservats per l’administrador, es mostraran al 
calendari informant del grup que té la reserva. D’altra banda, també hi haurà 
la possibilitat de modificar o esborrar les reserves fetes per l’administrador. 
 
• Consultar la reserva dels grups 
 
Independentment de l’enllaç anterior on es poden realitzar reserves, existeix 
l’opció de realitzar consultes sobre les reserves realitzades. En aquest 
apartat s’ha de mostrar un llistat amb totes les reserves realitzades 
informant del grup, dia, mes i any. 
 
A més, existeix la possibilitat ja comentada de consultar el calendari de la 
pàgina principal. Són dues formes redundants d’obtenir la mateixa 
informació però en aquest cas es detalla la data i el grup fàcilment.  
 
• Connexió remota al laboratori domòtic 
 
Per mitjà dels menús d’usuari o administració, es pot accedir al laboratori a 
través d’accés remot. En aquest cas concret, per a administrador, la 
connexió és totalment lliure, és a dir, es pot realitzar a qualsevol moment. 
Per als usuaris d’administració, no cal una prèvia reserva del laboratori, 
poden accedir quan sigui necessari. 
 
• Consultar la connexió dels grups 
 
Una de les funcionalitats principals del compte d’administració, és poder fer 
una consulta sobre les connexions remotes realitzades. En aquest llistat de 
consulta, podem saber en tot moment qui s’ha connectat. Ens informa sobre 
l’usuari, la hora en què ha iniciat la connexió i la hora de desconnexió. 
 
Aquesta funcionalitat permet a l’equip docent tenir més informació sobre les 
hores invertides per cadascun dels grups, així com saber en tot moment qui 
s’ha connectat. 
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• Canviar la direcció IP del laboratori remot 
 
L’accés al laboratori de domòtica es realitza a través d’un equip que porta 
incorporat una càmera web. L’aplicació es connecta a aquest equip des d’on 
es realitza la connexió al panell domòtic. 
 
Aquesta funcionalitat es va decidir implementar per diversos motius. La 
possibilitat de poder canviar la IP de l’equip que realitza la connexió amb la 
càmera web, proporciona grans avantatges. Si degut a errors tècnics, fos 
necessari canviar l’ equip que fa d’enllaç entre l’aplicació i el panell domòtic, 
no hi hauria cap problema en fer un canvi d’ordinador. 
 
• Introduir enllaços web d’interès 
 
Per tal d’oferir major suport docent en quant a informació, apunts i 
documentació extra, l’aplicació web ha de disposar d’un apartat per a 
enllaços web. Aquest apartat contindrà un llistat on es l’administrador podrà 
penjar enllaços i links d’interès pels alumnes. 
 
• Dubtes i consultes 
 
Donat que els comptes d’usuari bàsic contindran un apartat per poder 
realitzar les consultes i dubtes sorgits, l’administrador ha de tenir una secció 
on pugui visualitzar totes aquestes qüestions. Disposarà d’un llistat detallat 
on s’especificarà el grup i el dubte o consulta que tingui. Els alumnes 
podran enviar totes les incidències, dubtes o problemes relacionats amb 
l’entorn web o connexió remota. 
 
2.1.3.2. Diagrama escenari comptes administració 
  
A continuació, podem observar un diagrama detallat de les diferents 
funcionalitats disponibles per al compte d’administració. En ell, s’especifiquen 
totes les característiques exposades anteriorment. 
 
Fig. 5 Diagrama UML del compte d’administrador 
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A diferencia del diagrama on s’exposa l’escenari principal, l’actor és 
l’administrador i al autenticar-se accedeix al portal web visualitzant la part 
d’usuari i la part d’administració. 
 
Un cop està a la pàgina principal, aquest pot escollir qualsevol de les opcions 
implementades. Cadascuna d’aquestes funcionalitats es duran a terme en una 
nova pàgina Web. En qualsevol d’aquestes pàgines Web, sigui quina sigui, 
sempre hi haurà l’opció de tornar enrere així com la opció de tancar sessió. Un 
cop es tanqui sessió, serà redirigit a la pàgina d’autenticació inicial. 
 
En el següent diagrama, podem observar com cadascuna de les funcionalitats 
de l’administrador es durà a terme en pàgines independents. 
 
 
Fig. 6 Diagrama Visual del compte d’administrador 
 
2.1.4. Definició privilegis comptes d’usuari 
 
A continuació, s’especificarà de forma detallada cadascuna de les funcionalitats 
i serveis que ofereix l’aplicació web en els comptes d’usuaris. Es realitzarà una 
descripció dels privilegis en els comptes d’usuari. A l’igual que en el capítol 
anterior, també s’exposarà un diagrama visual de l’escenari d’usuari. 
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2.1.4.1. Descripció privilegis comptes usuari 
Evidentment els alumnes que disposin d’un compte d’usuari bàsic,  no 
disposaran d’uns privilegis tan amplis com els assignats al compte 
administratiu. Tindran una visió limitada en quant a funcionalitats possibles dins 
l’entorn web. 
La part o secció de la web que ha de contenir les opcions d’usuari, ha d’integrar 
les següents funcionalitats: 
 
• Descarregar Documentació 
 
Tota la documentació que decideixi l’administrador penjar en el portal web 
(pràctiques, pdf, etc), serà visible i accessible des de l’enllaç de descarrega 
de documentació on els alumnes hi podran accedir. 
 
• Pujar Documentació 
 
Per tal de tenir un seguiment adequat de cadascun dels grups o alumnes de 
l’assignatura de domòtica, aquests hauran de realitzar treballs que 
posteriorment hauran de penjar al portal web.  
 
Fruit de les pràctiques realitzades pels alumnes, la documentació s’haurà de 
pujar al servidor des de l’enllaç corresponent a ‘pujar arxius’. 
L’administrador podrà accedir a la documentació desada pels alumnes, al 




Com s’ha comentat al capítol anterior, el portal web ha de contenir en la part 
central un blog de noticies a la pàgina d’inici, visible per qualsevol compte 
tant la d’administració com la d’usuari bàsic.  
 
Per tant qualsevol usuari amb compte d’usuari bàsic podrà visualitzar les 
noticies introduïdes per l’equip administratiu. En aquest blog, les noticies es 
mostren en funció de la data introduïda. 
 
• Consultar la reserva dels grups 
 
Aquesta funcionalitat també està disponible al compte d’administració. 
Realitza la mateixa operativa i per tant dóna l’opció de realitzar consultes 
sobre les reserves realitzades. En aquest apartat es mostra un llistat amb 
totes les reserves realitzades informant del grup, dia, mes i any. 
 
D’aquesta forma, els usuaris poden conèixer d’una forma més global quines 
són les reserves que tenen assignades, sense haver de consultar el 
calendari de la pàgina principal. 
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De totes formes, el calendari sempre mostra les reserves realitzades per a 
la connexió remota. Ara bé, no especifica en primera instancia el grup que 
té la reserva assignada a no ser que es cliqui sobre la casella del calendari. 
 
• Connexió remota al laboratori domòtic 
 
El compte d’usuari disposa d’un enllaç únicament per a connexió remota. 
Qualsevol usuari es podrà connectar i realitzar la connexió remota quan ho 
desitgi. L’únic requisit imprescindible és disposar d’una reserva prèvia. 
 
Les reserves, com s’ha comentat, és realitzaran des del compte 
d’administració. En cas de no disposar d’una reserva per a aquell dia, 
l’alumne no podrà accedir al laboratori remot. 
 
• Consultar enllaços web d’interès 
 
Els enllaços Web que introdueixi un usuari administrador, podrà ser 
visualitzat des d’aquesta apartat per un usuari bàsic. L’alumne disposarà 
d’un llistat amb totes les webs d’interès. 
 
• Enviar dubtes i consultes 
 
Aquesta funcionalitat, s’ha implementat per tal que un alumne pugui enviar 
totes les incidències, dubtes o problemes relacionats amb l’entorn web o 
connexió remota.  
  
2.1.4.2. Diagrama escenari comptes usuari 
 
Al igual que s’ha fet a l’escenari de comptes d’administració, a continuació, es 
mostra un diagrama UML especificant totes les funcionalitats existents dins el 
compte d’usuari bàsic.  
 
Fig. 7 Diagrama UML del compte d’usuari 
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Com es pot observar, a diferencia dels comptes d’administració, els comptes 
d’usuari bàsic disposen de menys possibilitats o funcionalitats dins l’aplicació 
web. 
Cadascuna de les opcions que disposen els alumnes, serà proporcionada en 
pàgines diferents. Així doncs, cada servei a l’usuari serà independent. D’igual 
forma, totes les pàgines donen la possibilitat de tornar a la pàgina d’inici del 
portal web. A més, es pot tancar sessió en cadascuna de les pàgines redirigint-




Fig. 8 Diagrama Visual del compte d’usuari 
 
2.1.5. Mesures funcionals i de control implementades a l’aplicació 
 
A l’hora de dissenyar l’aplicació web, s’han tingut en consideració una sèrie de 
paràmetres. Es tracta de mesures funcionals i de control adoptades en aquest 
projecte, que faciliten la gestió des del punt de vista administratiu. 
 
• Diferenciació entre comptes en les connexions remotes  
 
A l’hora de establir una connexió remota amb l’equip del laboratori domòtic, 
es realitza una prèvia comprovació. Aquesta validació consisteix en 
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comprovar per mitjà de la base de dades, quins són els alumnes que tenen 
o no reserva per connectar-se remotament. 
 
Si la comprovació és exitosa, l’usuari podrà accedir sense problemes a 
l’entorn domòtic. Ara bé, quan es tracta d’un usuari d’administració, aquest 
procediment no és el més òptim. No és un sistema adequat ja que cada cop 
que es volgués connectar l’administrador, hauria de realitzar una reserva 
prèvia. 
 
És per això, que els usuaris administradors, tindran plena llibertat per a la 
connexió independentment del dia o de la reserva. No hi haurà cap 
verificació eliminant entre d’altres coses la càrrega innecessària de peticions 
al servidor. 
 
• Canvi d’IP de l’equip remot 
 
Un dels problemes o desavantatges que presenta aquest projecte és que no 
es tracta d’un sistema estàtic. L’aplicació on accediran els usuaris, sempre 
estarà allotjada en un mateix servidor web, a excepció de que es realitzi 
algun canvi de caràcter tècnic. 
 
En canvi, l’aplicació del servidor Web no sempre es connectarà al mateix 
equip del laboratori domòtic. Aquesta característica és molt importat, ja que 
d’aquesta forma es proporciona una alternativa redundant davant possibles 
fallides del PC o problemes que puguin sorgir en aquell equip. 
 
És per això, que a l’entorn domòtic hi haurà més d’un equip disponible per a 
realitzar les connexions remotes. L’aplicació disposa d’una base de dades 
on es troba la IP de l’equip remot. L’administrador podrà disposar d’aquesta 
funcionalitat sempre que sigui necessari, canviant la IP de l’equip remot 




Fig. 9 Simulació de l’escenari per a la connexió remota 
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• Control de connexions remotes 
 
Tenir la possibilitat de poder visualitzar el número de connexions diàries, 
així com els usuaris que han realitzat una connexió o el temps que han estat 
connectats, és important per dos motius. 
 
Per una banda proporciona seguretat a l’aplicació. En cas de donar-se 
algun tipus de problema a l’equip remot derivat d’un mal ús o activitat de 
tipus hacker, és pot responsabilitzar a l’usuari culpable. 
 
D’altra banda, a nivell administratiu, aquesta funcionalitat ofereix un control 
de gestió sobre els usuaris bàsics. Dona informació sobre qui s’ha 
connectat a l’ entorn domòtic quan temps hi ha estat connectat. D’aquesta 
forma és pot fer un seguiment de cadascun dels usuaris per saber el seu 
rendiment dins l’assignatura. 
 
• Emmascarar direcció IP a la connexió remota  
 
Un altre punt destacable en quant a mesures implementades, i sobretot a 
nivell seguretat, és el emmascarament de la direcció IP de l’equip remot.  
 
Generalment quan es realitza una connexió a una direcció IP, aquesta surt 
a la barra de direccions o bé a la barra d’estat. En el nostre cas, quan els 
usuaris estableixen connexió remota amb l’entorn domòtic, s’oculta la 
direcció destí a la que es connecta. La finalitat d’aquesta implementació és 
evitar que els usuaris disposin de la IP del laboratori remot i puguin realitzar 
activitats de hacking. 
 
És una de les mesures de seguretat adoptades al projecte, encara que no 
assegura que un usuari pugui obtenir la direcció IP per altra via. L’objectiu 
principal és disminuir,  dins les nostres possibilitats, la curiositat i facilitat 
dels usuaris per a realitzar activitats malicioses sobre el laboratori domòtic. 
 
2.2. Disseny tècnic de l’aplicació 
 
2.2.1. Estructura general del portal Web 
 
2.2.1.1. Pàgina d’inici 
 
A l’hora de realitzar la connexió amb el portal web, d’entrada s’accedirà a la 
pàgina d’inici on es troba el bloc d’identificació. En ella s’haurà d’introduir 
l’usuari i la contrasenya.  
 
D’una banda es serveix per poder evitar que persones alienes puguin accedir al 
nostre entorn domòtic. D’altra banda, ens servirà per poder diferenciar entre el 
nivell d’administració i el d’usuari bàsic. 
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Tots els usuaris i respectives contrasenyes les proporcionarà l’administrador a 
cadascun dels usuaris. Únicament pot crear i eliminar comptes d’usuari 
l’administrador, ja sigui d’administració o de nivell bàsic. A continuació es 




Fig. 10 Disseny Visual de la pantalla de login 
 
2.2.1.2. Pàgina Principal 
Un cop l’usuari ha introduït la identificació pertinent, s’accedeix a la pàgina 
principal del portal Web. La pàgina principal serà el nucli de l’aplicació des d’on 
es podrà accedir a tots els menús i funcionalitats definides a l’anàlisi tècnic. 
Com s’ha mencionat al capítol anterior, en funció de la identificació, es 
mostraran unes o altres funcionalitats. A més, per a qualsevol tipus d’usuari es 
mostren les noticies que l’administrador introdueix al portal. D’igual forma es 
disposa d’un calendari des del qual es poden  consultar totes les reserves 
realitzades. 
A més, des del compte d’administració, aquesta pàgina principal mostra a la 
part inferior del calendari unes alertes. Aquestes alertes corresponen als dubtes 
enviats pels usuaris a l’administrador. Cada cop que s’envia un dubte, 
l’administrador observarà a la part inferior dreta un avís per tal de que aquest 
s’assabenti. 
 




Fig. 11  Disseny de la pàgina principal al portal web 
 
2.2.1.3. Menús  
 
Un dels aspectes importants són els menús del portal. Com s’ha esmentat  a 
les especificacions tècniques, es disposen de dos menús. El primer menú és 
per usuaris i disposa de totes les funcionalitats implementades al capítol 
anterior. Podran fer ús de la descarrega de documentació, accés al laboratori 
remot, pujar les pràctiques realitzades o realitzar diverses consultes. 
 
Per altra banda el menú d’administració serà el més complet. Disposarà de 
moltes més opcions, ja definides anteriorment, a més de les d’usuari. Quan 




Fig. 12 Disseny del menú d’usuari bàsic i d’administració 
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A la figura anterior es pot visualitzar a la banda esquerre el menú que 
disposaran els comptes amb privilegis d’usuari bàsic. A la part dreta s’hi troben 
totes les funcionalitats disponibles per al compte d’administració. 
 
Tal i com es mostra a la fig.11 tots dos menús es trobaran a la part esquerre de 
la pàgina principal. A la part superior es troba situat el menú d’usuaris i a la part 
inferior el menú d’administració. 
 
2.2.1.4. Noticies 
El portal web disposa d’un servei de noticies visibles per a tothom. Els 
encarregats d’introduir les noticies seran tots aquells que disposin d’un compte 
d’administració.  
El bloc de noticies estarà ubicat a la part central en la pàgina principal. En 
aquest bloc figurarà en ordre descendent per data, totes les noticies introduïdes 
per l’administrador. Cadascuna de les noticies serà independent, formant petits 








Una de les funcionalitats més pràctiques implementades al portal web és el 
calendari. Aquest calendari es troba a la pàgina principal com es pot observar a 
la Fig.11. 
 
El calendari mostra de forma intuïtiva i ràpida quines són les reserves 
realitzades per l’administrador. Es pot realitzar una consulta de qualsevol més 
de l’any i observar quins dies estan reservats.  
34  Laboratori domòtic remot 
 
De color blau fosc s’indiquen tots els dies que tenen una reserva introduïda. 
Per tenir una informació més detallada sobre els grups que tenen una reserva 
feta, es pot clickar sobre el cadascuna de les caselles del calendari. 
 
Al prémer sobre una de les caselles que disposin d’una reserva, a la part 
inferior del calendari es mostrarà quin és el grup que té la reserva realitzada. 
En cas contrari, si la casella no disposa d’una reserva s’informarà de tal 




Fig. 14 Disseny del calendari de reserves mostrant diferents possibilitats 
 
2.2.2. Funcionalitats implementades al compte administrador 
 
A partir de les característiques prèvies definides per al compte d’administrador 
a l’anàlisi tècnic, es farà un breu resum de l’arquitectura en quant a disseny de 




Com s’ha mencionat a l’anàlisi tècnic, el compte d’administració disposa de 
diverses funcionalitats entre les quals hi son les consultes. Disposa de la 
consulta de connexions de grup, reserves realitzades o consulta de dubtes 
entre d’altres.  
 
A nivell general, totes les pantalles de l’aplicació Web segueixen un patró en 
quant a arquitectura. Les vistes de consulta contenen a la part central un llistat 
d tots els elements a consultar. A l’esquerra del llistat sempre es troba les 
opcions de modificar aquest llistat per mitjà de la eliminació d’un o varis 
elements. 
 
A continuació podem observar una de les pantalles de consulta: 




Fig. 15 Disseny general de l’arquitectura per a consultes 
 
2.2.2.2. Documentació pels usuaris 
 
Aquesta funcionalitat té dues opcions. D’una banda permet introduir documents 
al web i per altra banda permet eliminar-los. El disseny de la vista de 
l’eliminació de documents, correspon a un llistat de consulta on es poden 
realitzar modificacions dels arxius. (és el mateix disseny  del capítol anterior) 
 
Per a la pantalla d’agregació de documents, s’ha optat per seguir un disseny 









Al igual que en el capítol anterior, existeix dues opcions relacionades amb les 
noticies, la d’introduir o eliminar noticies. Totes dues pantalles segueixen 
l’esquema ja comentat en anteriors funcionalitats.  
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Per a introduir noticies, l’usuari disposarà a la part central de la pàgina d’una 
regió on escriure la noticia i publicar-la. Per a la eliminació, disposarà d’un llistat 




Com a la majoria de funcionalitats implementades, a l’hora de realitzar 
reserves, es segueix el mateix patró. La vista on es realitzen les reserves, està 
formada per una part central on es dona la possibilitat d’escollir el grup al qual 
es desitja fer la reserva.  
 
A continuació, podem observar en la següent figura el disseny principal de la 
pàgina de reserves. A partir de les reserves realitzades, es podrà fer les 
consultes  corresponents al calendari  de la pàgina d’inici o al llistat on es 




Fig. 17 Disseny per a la reserva de connexions remotes 
 
Respecte la consulta i modificació de reserves, les vistes segueixen la mateixa 
arquitectura partint d’un llistat central on fer la consulta i d’una part lateral que 




En aquest breu capítol, únicament es farà menció al disseny referent al canvi o 
modificació d’ IP del laboratori remot. És una vista senzilla formada en la seva 
part central per dos camps a omplir. Tots dos són camps obligatoris i sense la 
validació corresponent a aquests camps, la modificació no es realitza. 
 
La modificació realitzada serà emmagatzemada a la taula SQL corresponent. Al 
igual que en el cas de modificació d’IP, les reserves, noticies, etc. totes les 
modificacions o consultes sempre es realitzaran sobre les taules SQL. 
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Fig. 17 Disseny per a la modificació d’IP del laboratori remot 
 
2.2.3. Funcionalitats implementades al compte d’usuari 
 
A partir de les característiques prèvies definides per al compte d’usuari bàsic a 
l’anàlisi tècnic, es farà un breu resum de l’arquitectura en quant a disseny de 




L’arquitectura utilitzada per a aquesta funcionalitat ha estat la mateixa que s’ha 
utilitzat en els comptes d’administració. Els usuaris o alumnes disposaran de 
llistats situats a la part central de cada pàgina per a realitzar les consultes 
pertinents. A diferencia del compte d’administració, els usuaris bàsics no 
disposen de les opcions laterals per a eliminar o realitzar modificacions. 
 
2.2.3.2. Connexió remota 
 
Aquest és la funcionalitat més important implementada pel fet que és l’objectiu 
principal d’aquest projecte. A l’hora de realitzar la connexió remota, els usuaris 
disposaran de les opcions que es mostren a la següent figura.  
 
Desprès d’una pregunta inicial, on l’usuari posteriorment clicará sobre el botó 
“iniciar sessió”, l’aplicació realitzarà una consulta. Aquesta consulta retornarà 
els resultats corresponents a les reserves realitzades al sistema. Aquestes 
reserves contenen el permís per a la connexió remota. 
 
En cas d’obtenir una consulta favorable, és a dir l’usuari disposa d’una reserva, 
el sistema permetrà que l’usuari pugui accedir a la pàgina des d’on es 
visualitzarà l’equip remot. 
 




Fig. 18 Disseny implementat per a la connexió remota 
 
Cal mencionar que un cop l’usuari iniciï la connexió, quedarà registrat la hora 
d’inici i fi de connexió, així com del grup que s’ha connectat. 
 
2.2.3.3. Pujada i descarrega  d’arxius al servidor 
Els usuaris com s’ha especificat en el anàlisis tècnic, disposaran de la 
possibilitat de poder pujar o descarregar arxius al servidor. Tots els documents 
elaborats i que s’hagin d’entregar al responsable de l’assignatura,es realitzaran 
a través de la següent figura. 
Per defecte, tots els arxius que els usuaris bàsics pugen al servidor, 
s’emmagatzemen en una carpeta allotjada dins la unitat de l’equip. D’aquesta 
forma l’administrador sempre consultarà la mateixa carpeta per obtenir els 
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Per altra banda, els alumnes també disposaran de la descarrega de 
documents. Aquest documents com ja s’ha comentat, s’hauran penjat 
prèviament des d’un compte administratiu. Els alumnes podran escollir la 




Fig. 19 Disseny per a  la descarrega de documentació 
 




Un cop definida l’estructura de tota l’aplicació, s’han realitzat les proves 
pertinents, per tal de simular l’entorn que posteriorment s’implementarà en un 
escenari real. Les proves han estat degudament verificades amb els futurs 
encarregats de l’aplicació, en aquest cas els administradors docents que 
estaran al càrrec de l’assignatura de domòtica. 
 
Des d’un equip portàtil, on prèviament s’ha instal·lat el software de connexions 
remotes Tight VNC, s’han realitzat diverses connexions a l’equip està allotjat a 
la universitat juntament amb el panell domòtic. Totes les proves realitzades han 
estat exitoses i el comportament de l’aplicació és totalment correcte, complint 
plenament els prerequisits marcats. 
 
S’ha intentat simular a nivell local, la implementació per mitjà d’un servidor IIS 
(Internet Information Server). En ell s’ha ubicat l’aplicació, a la qual els alumnes 
realitzaran les connexions. Les proves obtingudes, des d’un navegador web al 
realitzar la connexió amb el servidor, han estat també completament exitoses. 
 
Per tant, un cop realitzades totes les proves de forma favorable, es pot afirmar 
que el prototipus de l’aplicació dissenyat inicialment pot ser implementat en un 
entorn real, proporcionant el servei per al qual ha estat creat. És un producte 
que els encarregats docents poden tenir a la seva disposició per a la seva 
implementació en qualsevol moment. 
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CAPÍTOL 3. INVESTIGACIÓ DE L’ ENTORN DOMÒTIC 
 
3.1. Investigació a nivell Hardware i Software 
 
3.1.1. Escenari actual de l’entorn domòtic 
 
En el capítol anterior, s’ha realitzat un anàlisis tècnic de l’aplicació que els 
usuaris utilitzaran per connectar-se a l’entorn domòtic. En ell, s’especificava 
totes les característiques i requeriments que ha de disposar l’aplicació, sempre 
des d’un nivell software. 
 
En aquest nou capítol, s’abordaran tots els aspectes a nivell hardware existents 
a l’entorn domòtic actual. Tots els elements que es mencionaran corresponent 
a la part del laboratori, és a dir tot el material situat a la universitat i que els 
alumnes podran accedir a través del portal web. 
 
Com es pot observa a la següent figura, la primera part del esquema correspon 
a la part vista anteriorment que inclou l’usuari, Servidor web i el PC remot. A 
aquest esquema se li ha afegit el dispositiu principal, responsable de totes les 




Fig. 20 Escenari actual de l’entorn domòtic 
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Un cop els alumnes s’incorporen al portal web, prèvia autenticació, poden 
establir una connexió remota. La connexió remota que s’estableix amb l’equip 
situat a la universitat, està directament connectat amb un panell domòtic. 
 
Totes les accions que els usuaris realitzin, seran visualitzades per mitjà 
d’aquest panell. El panell domòtic serà l’encarregat d’interpretar cada una de 
les instruccions que l’usuari introdueixi via Internet. 
 
En aquest dispositiu domòtic, hi ha introduït un bus EIB/KNX. Tots els elements 
del panell està interconnectats per mitjà d’aquest bus. A mode visual i 





Fig. 21 Panell domòtic EIB/KNX situat al laboratori de la universitat 
 
L’enllaç entre l’equip remot que donarà connexió als alumnes i el panell 
domòtic es realitza per mitjà d’una connexió USB. Totes les accions que 
vulguin realitzar els alumnes les faran sobre l’equip i aquest enviarà les ordres 
via USB al panell, on s’executaran les respostes corresponents. 
 
A l’equip on els usuaris es connecten, hi haurà allotjat el software ETS3. Quan 
els usuaris estableixen connexió amb l’equip, aquests interactuen directament 
amb aquest software, que és l’encarregat d’enviar les ordres al panell. 
 
Al següent capítol, s’explicarà de forma detallada les especificacions d’aquest 
software i quin és el seu funcionament. A mode d’introducció, actualment la 
universitat disposa d’una llicencia a través de la qual pot utilitzar aquest 
software. 
 
Evidentment és un software de pagament, característica que es tindrà en 
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3.1.2. Software utilitzat a l’entorn domòtic 
 
El software utilitzat a l’entorn domòtic, és l’anomena’t Engineering Tool 
Software. Com s’ha mencionat  és una eina software totalment independent de 
l’aplicació o el fabricant per a dissenyar i configurar qualsevol tipus d’instal·lació 
intel·ligent per mitjà del sistema Konnex.  
 
Generalment s’utilitza aquest software juntament amb el sistema KNX ja que 
serveix com a base, oferint un conjunt d’eines per a projectistes i instal·ladors. 
Una de les avantatges presentades, és la importació de  totes les bases de 
dades referents als productes de Konnex al sistema ETS. 
 
ETS és ideal per a les fases i tasques de realització dins un projecte. Per mitjà 
d’aquest programa es poden dur a terme solucions en totes les àrees de 
l’aplicació on ETS disposi de productes disponibles, entre les que destaquen la 
il·luminació, el camp de la refrigeració, control de sistemes d’energia o control i 
manteniment remot entre d’altres. 
 
Per tal de poder disposar d’aquest software dins l’entorn domòtic, la universitat 
va decidir adquirir una llicencia de pagament a KNX/EIB, a través de la qual 
poden fer ús d’aquest sistema. Aquesta llicencia únicament està disponible per 
a un sol equip, ja que la llicencia és individual i de caràcter unipersonal. 
 
Així doncs, aquesta llicencia és la que s’utilitza actualment a l’equip remot on 
es connecten els alumnes , des d’on es simularan diferents entorns domòtics i 
des d’on podran realitzar les diverses pràctiques. 
 
3.2. Evolució de l’entorn cap a noves tecnologies 
 
3.2.1. Alternatives del controlador KNX/EIB 
 
L’escenari domòtic corresponent a la part del panell que conté el bus KNX/EIB i 
l’equip remot on està allotjat el software, actualment està en ple funcionament 
responent a les expectatives esperades en la seva implementació inicial. 
 
És un sistema estable, on tots els components funcionen perfectament sense 
cap tipus d’incompatibilitat ni cap problema derivat de la possible falta de 
drivers o firmware. 
 
Ara bé, a pesar de ser un sistema plenament exitòs, té una sèrie 
d’inconvenients i punts a millorar, per tal d’obtenir un major profit i millor 
rendiment de l’entorn domòtic. 
 
El software utilitzat per aquest sistema KNX/EIB, funciona com s’ha mencionat 
sota una llicencia de pagament, fet que representa un important handicap. A 
més presenta un altre problema i és que no solament és de pagament sinó que 
treballa sota entorns Windows, limitant enormement les possibilitats d’una altre 
sistema operatiu. 
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El fet de no poder treballar sota el sistema operatiu Linux retalla de forma 
significativa el rendiment que es pot treure al conjunt domòtic. Les avantatges 
presentades per aquest tipus de sistemes operatius són principalment: 
 
• Sistema Open Source  
 
Permet la possibilitat de poder adaptar-se a la particularitat que presenta  
cada projecte o necessitats en quant a dispositius o productes. Permet 
poder realitzar modificacions a nivell software per tal d’obtenir un major 
rendiment. 
 
Evidentment el fet de tractar-se d’un sistema Open Source, significa no 
haver de pagar cap llicencia. 
 
• Més potent 
 
És un sistema molt més potent que un sistema Windows, traient la màxima 
productivitat en cadascuna de les operacions o propòsits que l’usuari desitgi 
realitzar. 
 
A continuació es mostra en la figura les diferents alternatives existents al 





Fig. 22 Alternatives existents al sistema implementat actual a la universitat 
 
A partir de la figura, podem observar que actualment existeixen cinc 
alternatives existents al nostre sistema. En totes cinc opcions, disposem tan de 
sistema Operatiu Windows com de Open Source. 
 
Ara bé, en quant a tecnologies podem veure que les dues últimes opcions són 
les més modernes i per tant les que tractaríem d’implementar. Encara que la 
tecnologia IP i USB són dues bones opcions, ens centrarem principalment en la 
tecnologia USB.  
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No em de deixar de banda que la tecnologia IP és perfectament implementable, 
però el fet de disposar del mòdul KNX/EIB via USB al laboratori ens fa 
decantar-nos en primera opció cap aquesta tecnologia. Així doncs, únicament 
tindrem en consideració aquest opció a l’hora de proposar noves solucions que 
optimitzin el sistema implementat actual. 
 
A la figura 22 es detalla per a la tecnologia USB, la disponibilitat d’implementar 
un sistema amb Windows. De fet és l’escenari que actualment té la universitat. 
Per tant, com a solució s’haurà de buscar una alternativa per a sistema Open 
Source a través USB. Aquest objectiu serà el que es detallarà a continuació en 
els pròxims apartats. 
 
3.2.2. Aplicacions existents per al nou model tecnològic 
 
Un cop definits els objectius per a la millora del sistema domòtic i sabent com  
hem d’enfocar aquestes millores, s’ha realitzat una cerca alternativa als 
dispositius actuals. 
 
En aquest capítol, es presentarà una proposta molt interessant orientada als 
sistemes KNX/EIB sota sistemes Open Source com pot ser Linux. Es tracta 
d’un software alternatiu a l’utilitza’t en l’actualitat al laboratori domòtic. 
L’alternativa al software ETS3 que funciona en sistemes Windows, és 
KNX@Home. 
 
2.3.1.1. Aplicació KNX@Home 
 
KNX@Home és una aplicació destinada i orientada al control de projectes o 
instal·lacions domòtiques. Persegueix els mateixos objectius que ETS3, però 
en aquest cas per a sistemes Linux. 
 
Aquesta aplicació va ser desenvolupada per la Universitat Tecnològica de 
Vienna. De fet l’aplicació KNX@Home, és un sistema operatiu que s’executa 
des d’un CD. Independentment d’aquesta aplicació també existeix un mòdul 
d’ensenyament, que permet als usuaris simplificar els elements afegits al 
sistema KNX Bus. Aquesta simplificació es fa a través de KNX@Home 
 
L’aplicació proporciona grans avantatges al client entre les quals destaquen: 
 
o Ofereix la possibilitat de  tenir un control absolut sobre el sistema de bus 
d’instal·lació KNX, independentment del tamany d’aquesta instal·lació 
(una habitació, un habitatge, un edifici,etc) 
 
o Aquesta aplicació utilitza com a interfície visual un navegador web. Això 
significa que tot el sistema pot ser controlat i dirigit per mitjà de qualsevol 
navegador web compatible amb sistemes GNU-Linux. 
 
o És una aplicació que s’adapta completament al projecte o aplicació que 
es vulgui implementar, ajustant-se a les necessitats de l’usuari. 
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o Proporciona un conjunt de funcionalitats molt completes sobre els que 





Fig. 23 Visualització del client de l’aplicació en web-browser 
 
2.3.1.2. Mòdul d’ensenyament de l’aplicació KNX@Home 
 
El mòdul d’ensenyament mencionat anteriorment, permet controlar tot el 
sistema d’una forma més senzilla per a l’usuari. És una forma d’aprenentatge 
dirigit als controladors de la xarxa sobre els dispositius de l’habitatge per 
exemple. 
 
Aquest mòdul també està pensat per a realitzar instal·lacions estàndards, on es 
segueix un patró d’instal·lació comú. És un menú totalment guiat. Aquesta 
aplicació d’ensenyament permet realitzar tasques en funció de rutines 
configurades. 
 
L’usuari pot definir rutines, configurant per exemple que una determinada acció 
succeeixi clicant tres cops sobre un botó. L’aplicació al identificar l’acció, 
mostrarà el grup al que pertany aquest dispositiu entre d’altres característiques. 
 
A continuació es mostra una demostració visual de l’aplicació o mòdul 
d’ensenyament: 
 




Fig. 24 Interfície gràfica del mòdul d’ensenyament 
 
Disposa de quatre opcions o pestanyes disponibles per a l’usuari. La primera 
de les pestanyes “Welcome”, mostra la pàgina principal de l’aplicació a l’usuari. 
La segona pestanya “Select”, realitza una qüestió a l’usuari, preguntant sobre 
quin dispositiu li agradaria aplicar l’assistent o mòdul d’ensenyament.  
 
En quant a les dues pestanyes restants, la primera pertany a “Teach” on 
l’usuari exposarà o informarà quines accions o tasques vol realitzar. En aquesta 
part l’usuari definirà les accions per cadascun dels dispositius. Per exemple, 
l’usuari configurarà una determinada acció al prémer 5 cops un determinat 
botó. 
 
Respecte a la quarta pestanya anomenada “Summary”, mostrarà la informació 
que hagi introduït l’usuari durant tot el procés de configuració i demanarà una 
afirmació per part de l’usuari. Al acceptar, tota la informació serà 
emmagatzemada a la base de dades. 
 
3.2.3. Arquitectura del model KNX/EIB 
 
Per a poder implementar tot aquest sistema sota un sistema operatiu Open 
Source, utilitzant el software KNX@ Home, és necessari un mòdul anomenat 
Persister. Aquest mòdul és l’encarregat de realitzar l’enllaç entre el mòdul 
KNX/EIB i el software KNX@Home, és a dir actua de comunicador. 
 
L’anomena’t  mòdul Persister , controla l’accés complet a la base de dades. A 
més, ofereix funcions de lectura i escriptura sobre Java Remote Method 
Invocation(RMI). RMI, és un mecanisme que ofereix Java per invocar un 
mètode remotament. Es tracta d’una plataforma independent que permet la 
comunicació per mitjà dels protocols TCP/IP. 
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L’arquitectura del mòdul de comunicació, no solament està format per 





Fig. 25 Arquitectura del sistema KNX/EIB en Open Source amb KNX@Home 
 
De totes formes, el mecanisme RMI no seria suficient, ja que el mòdul de 
comunicació està format per varies capes. Per poder accedir a la capa Pesister 
(RMI) és necessari una API desenvolupada anomenada Calimero. Per altra 
banda juntament amb aquesta API es troba Hibernate-Framework, utilitzada 
per la capa Persister per a comunicar-se amb les bases de dades. 
 
Per tant, l’element més important juntament a la capa persister, és la API 
Calimero, una llibreria JAVA a través de la qual es realitza la comunicació. 
Aquesta API serà objecte d’estudi en el següent capítol. 
 
3.2.1. API Calimero  
 
Calimero és una llibreria JAVA per a la connexió amb  el bus Konnex. Com s’ha 
mencionat, és una llibreria disponible per a Open Source. La primera versió va 
ser publicada al 2005  i des de llavors s’han produït nombroses actualitzacions i 
modificacions en quant a funcionalitats 
 
La tasca a desenvolupar per a aquesta API, és permetre l’establiment de les 
connexions EIBNet/ IP, és a dir les connexions del Bus KNX/EIB amb l’equip 
client. Actua com a Event-Handler de l’aplicació web, recollint tots els events 
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que és produeixin al bus NKNX/EIB i tractant-los, generalment enviant 
instruccions a l’equip client on es troba el software KNX@Home. 
 
3.3. Propostes futures per a la millora de l’entorn domòtic 
 
Un cop exposades les diverses alternatives existents per a cadascun dels 
elements del nostre entorn,  és evident que són quantioses les avantatges que 
ens pot comportar aquest entorn alternatiu. 
 
El fet de disposar d’un sistema totalment gratuït, e implementable en qualsevol 
sistema Open Source, on no s’han de pagar llicencies, fa que sigui una 
alternativa plenament viable. A més, la importància de disposar d’un software 
tan treballat i dissenyat específicament per aquest tipus d’entorns Konnex, ens 
garantitza el correcte funcionament de tot l’entorn. 
 
Així doncs, una vegada hagués caducat la llicencia actual que posseeix la 
universitat amb el Software ETS3 i disposant de més d’una alternativa, seria 
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CONCLUSIONS 
 
El desenvolupament d’aquest projecte, no solament millora l’aprenentatge dels 
alumnes per mitjà del portal web per la seva comoditat sinó que proporciona 
eines pràctiques per interactuar amb els laboratoris domòtics des de casa. 
 
A nivell docent, l’aplicació web permet als administradors o encarregats 
docents tenir un control sobre l’alumnat de forma constant. El poder fer 
seguiments sobre cadascun dels grups del laboratori domòtic permet tenir una 
visió més particular del treball realitzat. 
 
Respecte a l’alumnat, la seva interacció amb l’entorn domòtic serà molt més 
fàcil i guiat a través d’aquest nou desenvolupament web. Tindran un constant 
seguiment i és per això, que tindran a la seva disposició l’equip docent per a 
qualsevol problema o dubte. 
 
La possibilitat de realitzar una connexió remota des del portal web al laboratori 
domòtic, permet dur a terme de forma satisfactòria una assignatura no 
presencial. Els administradors poden penjar tot el material referent a 
l’assignatura, ja siguin pràctiques o documentació de qualsevol tipus.  
 
A més, la possibilitat d’utilitzar un entorn reduït on solament poden accedir 
determinades persones, redueix dràsticament els perills a nivell de seguretat. El 
control proporcionat per l’aplicació web registra les connexions remotes sabent 
en tot moment qui i quan s’ha connectat. 
 
Per altra banda, és important tenir present que encara que l’entorn domòtic 
actual a nivell hardware funciona adequadament, s’haurien de valorar les 
possibles alternatives plantejades en aquest projecte. Seria una bona 
oportunitat un cop la llicencia actual de pagament hagués finalitzat, 
implementar un entorn domòtic sota un sistema Open Source. 
 
El portal web a més de proporcionar eines docents i la possibilitat d’accés als 
laboratoris des de casa, és una bona eina promocional i un medi de difusió per 
a organismes externs. És un bon mitjà per presentar a les escoles, instituts els 
programes i assignatures que imparteix la universitat. 
 
És important destacar que la implementació  de l’aplicació dissenyada sobre un 
entorn simulat de pre-producció i la seva posada en marxa, ha estat totalment 
exitosa. Així doncs, està a disposició de l’equip docent aquest producte per a la 
seva implementació en qualsevol moment sobre escenaris reals. 
 
Com a conclusió, l’aplicació web desenvolupada és una molt bona eina 
d’aprenentatge, mostrant totes les avantatges de la tecnologia domòtica per a 
diferents escenaris dins el context de la vida quotidiana. És un perfecte 
instrument per a entendre tots els dispositius, dissenyar i implementar 
escenaris domòtics per mitjà d’una instal·lació KNX/EIB. I l’avantatja més 
important és que totes aquestes funcions, les poden realitzar els usuaris des de 
casa a través de l’entorn web. 
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