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Implementación de la preservación en un RI - Hoja de ruta (parte 1)
La preservación digital en el contexto de un RI
● Conceptos generales sobre preservación digital
● Gestión de recursos en un repositorio:
○ Definición de políticas
○ Colecciones y comunidades
○ Modelo de contenidos y catalogación de recursos
○ Tipos de recursos y formatos de archivos
Implementación de la preservación en un RI - Hoja de ruta (parte 2)
Preservación digital
● Definiciones, objetivos, etapas
● Problemas relativos a la PD
● Estrategias
● Selección de formatos
● El formato PDF/A
● El Modelo OAIS (ISO 14721:2012)
● PREMIS
● Preservación en DSpace
● Otros modelos:  
○ Archivemática+DSpace
● Otros modelos: RODA
Tratamiento de documentos
● Descargas y mejora de 
documentos
● Generación de PDF/A
● Optical Character Recognition
Digitalización
● Introducción a la digitalización de 
documentos
● Captura de imágenes
● Edición de imágenes





Una de las bases de nuestra cultura es 
preservar la producción del presente de 
nuestra instituciones y también la 
histórica.
La gran panacea de estos tiempos es la 
información digital, que, para mantener 
el principio enunciado más arriba 
conlleva mucho trabajo.
Los objetos digitales dependen de la 
tecnología informática. 

● Toda la información es pasible de reducirse a un 
código binario en el que se pueden representar 
números, letras, sonidos e imágenes.
● Todos los documentos y los datos pueden ser 
digitalizados y gestionados por medios 
informáticos gracias al software y al hardware. 
● El avance tecnológico mantiene a la informática 
sometida a cambios constantes. 
● Los aparatos informáticos: computadoras, 
discos, memorias, software se transforman en 
objetos de museo.
● Los datos digitales pueden pervivir y continuar 
siendo usados, sobreviviendo al software y al 
hardware, por eso es que no basta con 
conservarlos, hay que preservarlos.
Los datos se codifican y almacenan en archivos 
que pueden tener estructuras distintas llamadas 
formatos que permiten adaptarse mejor a 
determinado tipo de datos y a determinados usos.
Los formatos están íntimamente ligados al software 
y al hardware porque se plasman en ambos. 
Los formatos se vuelven obsoletos por los cambios 
en software, hardware y en las prestaciones que 
piden los usuarios
Conservación: pone el énfasis en establecer 
condiciones ambientales, de almacenamiento y de 
uso. Son claves en los documentos analógicos y no 
pueden obviarse en en los digitales, aunque 
parecen más obvias.
Seguridad Informática: establece políticas para 
analizar, detectar y solucionar riesgos informáticos que 
pueden sufrir los datos. Se ocupa de crear copias de 
seguridad, de controlar las autorizaciones de acceso a 
los datos, de analizar la confiabilidad de software y 
hardware, de detectar virus o actividades de pirateo, de 
prever contingencias por cortes eléctricos, incendios. 
Se piensa en el presente y a corto plazo. la normativa 
por ejemplo puede ser la ISO 27001.
No se piensa en la legibilidad y comprensión a largo 
plazo.
Preservación digital: debe asegurar el acceso y el 
uso a futuro de los documentos nacidos digitales y de 
los digitalizados. Incluye: políticas de conservación, 
seguridad informática y añade además otras como 
migraciones, emulaciones que permiten cumplir con 
los objetivos a largo plazo.  

 !
● Los cambios en el software, el 
hardware y los formatos son 
inevitables y hay que convivir con 
ellos.
● El problema aparece cuando el 
documento, la imagen o cualquier dato 
digital debe tener una vida útil más 
prolongada que sus soportes.
Respuesta: prever los 
cambios e incorporarlos en la 
gestión de datos. Este es 
pues el objetivo de la 
preservación digital.
 
Los archivos digitales viven en 
problemas debido a los cambios en 
hardware, software y formatos.
Además los archivos digitales se pueden 
cambiar o incluso borrar de manera 
intencional o involuntaria o incluso por 
negligencia (no hay copia de seguridad) 
o  debido a un virus circulando por el 
sistema. 
Edito un documento, edito la versión 
equivocada, ¿cuál es el último?
Se hace evidente durante el período de 
creación y de mayor uso de los datos, 
pero...sigue a lo largo de toda su vida 
útil. En cualquier momento puede ocurrir 
que al sistema entre un virus o que 
alguien corrompa la información.
La fragilidad se asocia a la integridad y a 
la autenticidad de los archivos.
El alcance del daño en un documento en 
papel se puede limitar a un detalle del 
texto o de la imagen, restituible y 
además, circunscripto al punto. 
Un error en un archivo digital puede 
dejar inutilizado al archivo. la 
restauración (en el concepto tradicional) 











No se encuentran resueltos todos los 
aspectos jurídicos de la preservación digital. 
La legislación de derecho de autor impide 
cambiar el soporte y el formato de los 
documentos sin la autorización de quien tiene 
los derechos. Se lo debe poner en la licencia 
de difusión que firma el autor, por ejemplo. 
Otro tema legal, pero diferente y a tener en 
cuenta es la protección de los datos ante usos 
indebidos, por ejemplo datos personales.
Aunque resulta fácil lograr un 
financiamiento como proyecto de 
innovación puntual, la preservación hay 
que sostenerla en el tiempo.
Con el tiempo las colecciones crecen y el 
problema aumenta.
Algunos estudios muestran que el 50% de 
los costos de un repositorio están en la 
ingesta, pero las acciones de preservación 
y acceso casi se reparten el resto. 
Dentro de lo que hace a la 
preservación hay que considerar el 
almacenamiento, discos y demases, 
pero no son la parte más importante. 
El gasto en almacenamiento se 
vincula, claro, a los formatos...
El primer punto a tener en cuenta en un 
proyecto de preservación a largo plazo es qué 
información digital debe preservarse.
El segundo punto es quién es el responsable por 
la preservación. Puede ocurrir, incluso que a 
quien creó el documento, ya no le interese y 
menos preservarlo.
El párrafo previo implica la vigilancia en todo el 
ciclo de vida del objeto digital porque el mismo 
pasa por distintos gestores: autor, 
administrador...
El repositorio es un archivo web donde se 
depositan, en formato digital, materiales 
derivados de la producción científica o 
académica de una institución (universidades, 
centros de investigación).
El objetivo de crear repositorios es facilitar el 
acceso de la comunidad académica y científica 
internacional a los resultados de la investigación 
realizada por sus miembros y aumentar la 
visibilidad de la producción científica de la 
institución. Asimismo,  contribuir a la 














Artículo: Un artículo es un texto en prosa no ficcional en el que se desarrolla un 
tema en particular. Está escrito por un autor o varios autores, quienes llevaron 
adelante una investigación y escriben para publicar los resultados de 
investigación en una revista científica o académica.
Sonido: Recurso diseñado principalmente para ser oído. Ejemplos: formato de 
archivo de audio, CD-ROM y grabaciones de sonido. (AUDIO EN CIC)
Comunicación de congreso: Comunicación de congreso que se presenta en el 
congreso y se expone ante la audiencia. La comunicación
del congreso se publica en las actas. 
Fuente: Centro Argentino de Información Científica y Tecnológica  Vocabulario de tipos de recursos de información
Contribución a revista: Texto (por ejemplo: artículo, columna, editorial u otra 
contribución) escrito para ser publicada en una revista académica o científica.
Imagen fija: Representación visual estática. Este tipo de imágenes incluye 
diagramas, dibujos, diseños gráficos, planos, mapas, fotografías e impresiones.
Informe: Se denomina informe al registro de hallazgos de una investigación 
terminada o en progreso, o de otros hallazgos técnicos. Por lo general, está 
identificado por un número de informe y a veces también por un número de 
subsidio asociado a la agencia de financiamiento. 
Libro: Una publicación no seriada que está completa en un volumen o en un 
número definido de volúmenes. En su formato físico, un libro es una serie de 
hojas de papel, pergamino u otro material encuadernadas en uno de sus 
extremos con tapas. Los libros se suelen identificar con un ISBN.
Capítulo de libro: Un capítulo o sección de un libro, por lo general con un
título o número de capítulo que lo identifica.
Publicación Periódica: Publicación seriada con su propio título identificador,
caracterizada por una variedad de contenidos y contribuciones (por ejemplo, 
artículos, editoriales, reseñas, columnas), que se publica con una periodicidad 
regular.
Reseña: Una reseña del trabajo de un tercero.
Tesis: una tesis o disertación es un documento presentado para postularse a un 
título académico o a un cargo profesional, en la que el autor presenta un tema de 
investigación y los resultados. Pueden ser de grado, maestría o doctorado. 








Para mantenerse y crecer se debe 
aumentar en la mayor medida posible la 
automatización de la ingesta de 
contenidos.
Se deben tener políticas muy claras 
sobre preservación de contenidos, pero, 
a veces generar estas políticas toma 
mucho tiempo en un universo 
cambiante, de ahí que a veces se decida 
preservar todo de manera indefinida. 
Si bien el escenario recuerda al de un 
archivos históricos e inamovible, se está 
en las antípodas.
Los sistemas de preservación digital 
están pensados para crecer de manera 
indefinida y en paralelo a los cambios en 
las necesidades de los actores 
involucrados.
Los documentos son frágiles y las 
técnicas también: un error, una falla 
basta.
En algunos casos la institución, incluso, 
resguarda para terceros…
Para sostener la preservación y que sea 






Acciones en su ciclo de vida para mantener el acceso
“UNA METODOLOGÍA DE EVALUACIÓN DE REPOSITORIOS DIGITALES PARA ASEGURAR LA PRESERVACIÓN EN EL 
TIEMPO Y EL ACCESO A LOS CONTENIDOS”
Autora: Ing. Marisa R. De Giusti 



































NASA: OPEN ARCHIVAL INFORMATION 











































Estructura del Paquete de 
27/08/14
El paquete de información (IP)









Clases de IP según su función
Clases de IP según su función
Clases de IP según su función









































○ DSpace as an Open Archival Information System: Current Status and Future Directions, Tansley, Robert; Bass, Mick; 






























































































DSpace no presenta por defecto ninguna de las funcionalidades 
relativas a la planificación de la preservación.
Se podría considerar:
● la creación de curation tasks que identifiquen formatos 
obsoletos
● la modificación ad-hoc del software para la implementación de 
reportes y alertas sobre el estado de obsolescencia general de 
los bitstreams.
● la vinculación de DSpace con otros sistemas que sí 
proporcionan nativamente dichas funcionalidades, como lo es el 











Ante la exportación única de metadatos se devuelve un archivo CSV 
que contiene para una columna por metadato exportado.
































➢ El repositorio se organiza 
en comunidades y 
subcomunidades
➢ Las comunidades 
poseen colecciones
➢ Cada colección posee 
ítems
➢ Los ítems se componen 
de bundles
➢ Cada bundle posee los 
bitstreams (archivos)
Los ítems están vinculados a sus bitstreams a través de entidades llamadas 
Bundles. Los bundles agrupan bitstreams bajo determinados criterios:
- ORIGINAL: contiene los bitstreams a publicar.
- THUMBNAILS: son archivos con thumbnails extraídos a partir de los bitstreams originales (p.e. 
thumbnails de PDFs, imágenes, etc.). 
- TEXT: contiene el texto completo (full-text) de otros bitstreams. Se genera a partir de la 
extracción automática de texto sobre otros bitstreams y se usa durante la indexación para 
mejorar los resultados de búsqueda.
- LICENSE: contiene la licencia que el usuario aceptó al depositar el contenido.
- CC_LICENSE: contiene la Licencia CC (si es que existe) seleccionada por el usuario durante la 
carga.
Modelo de contenidos  - Bundles
Los ítems del repositorio se componen de objetos digitales que representan la obra en sí que se quiere 
publicar. Los objetos digitales pueden ser:
● Audios
● PDF
● Documentos de texto (.doc, .odt., etc)
● Diapositivas de presentaciones




En el lenguaje de DSpace, estos objetos 
digitales reciben el nombre de BITSTREAMS.
Modelo de contenidos - Bitstreams
Modelo de contenidos - BitStore
Los bitstreams son alojados en un Bitstore, que puede estar alojado de forma local o en la nube (según 
la configuración en DSpace/config/spring/api/bitstore.xml):
● ASSETSTORE: si tenemos esta forma de almacenamiento, los bitstreams se alojan en un 
directorio local en el servidor: 
{DSpace-install-dir}/assetstore/
● S3Store: si tenemos esta forma de almacenamiento, los bitstreams se alojarán en la nube, más 
específicamente en el Cloud Storage de Amazon S3. Para que esto funcione debemos configurar 
diferentes parámetros como, p.e, una accessKey al sistema de Amazon.
Modelo de contenidos - Metadatos
Los metadatos 
● son datos estructurados que 
describen otros datos
● son datos sobre datos
Ej: representación del recurso 
http://sedici.unlp.edu.ar/handle/10915/47008 
OAIS describe una especialización de AIP 
llamada Archival Information Unit (AIU) que 
representa los "átomos" de información que el 
archivo está almacenando. 
En DSpace, la unidad básica de 
almacenamiento de archivos, que constituye 
una AIU en el modelo OAIS, es el Item. Un 
Item es puede formarse por muchos Bitstreams 
(p.e. archivos PDFs).
https://dspace.mit.edu/bitstream/handle/1721.1/29464/ECDL%202003%20final%20PDF%20(Springer).pdf?sequence=1
Los Bitstreams son archivos individuales de contenido digital, como una 
imagen JPEG, un documento HTML, un archivo PDF, un archivo de audio MP3 
o un archivo de película MPEG. 
Cada Bitstream está asociado con exactamente un Formato de Bitstream del 
Bitstream FormatRegistry del sistema. 
Para cada Bitstream, también se almacenan algunos metadatos técnicos: el 
tamaño y la suma de comprobación MD5 (checksum) para el control de 
integridad.


































Son la información descriptiva que se aplica sobre un recurso para facilitar su 
organización, son datos que describen otros datos, información estructurada para 
describir, explicar, localizar o facilitar la obtención, uso o administración de un 
recurso de información. 
Según la norma ISO 15489-1 del 2001 define los metadatos, en el contexto de la 
gestión de documentos, como: "datos que describen el contexto, contenido y 
estructura de los documentos, así como su gestión a lo largo del tiempo (...) 
Como tales, los metadatos son información estructurada o semiestructurada que 
posibilita la creación, registro, clasificación, acceso, conservación y disposición de 
los documentos a lo largo del tiempo y dentro de un mismo dominio o dominios 
diferentes." 
• Recuperación de la información 
• Administración de documentos 
• Gestión de derechos, autoría y propiedad intelectual 
• Estado de archivo 
• Control y descripción de procesos 
• Seguridad y autentificación 
• Valoración de contenidos 
• Preservación y conservación 
• Visibilidad de la información 
• Actualización de la información

Dublin Core DC es un esquema de metadatos elaborado por la DCMI (Dublin 
Core Metadata Initiative). Actualmente es el esquema de datos más utilizado. 
Consta de 15 elementos básicos. 
El Dublin Core cualificado es una extensión de esquema Dublin Core básico 
donde algunos de sus elementos están especializados:
● Título: dc.title ⇒ dcterms.alternative,dcterms.title 
● Relación: dc.relation ⇒ dcterms.isVersionOf, dcterms.isPartOf, ...
● Fecha: dc.date ⇒  dcterms.created, dcterms.available
Otros tipos de esquema son:
● Networked Digital Library of Theses and Dissertations (ETD)
● Metadata Objects Description Schema (MODS) 
● Categories for the Description of Works of Art (CDWA )
● Cataloguing Cultural Objects (CCO) 
● Universidad de Utah State
● Versiones electrónicas de tesis o disertaciones
● Metadatos utilizados en SEDICI
● thesis.degree.grantor (Institución garante)
● thesis.degree.name (Grado alcanzado)
● Desarrollado por la Oficina de Desarrollo de Redes y Normas MARC de la Biblioteca 
del Congreso (LC)
● MODS es un conjunto de metadatos que tiene el mismo objetivo que DC, pero que 
busca superar los problemas y limitaciones detectados en la aplicación de DC. Para 
ello, toma como punto de partida el formato MARC, del que selecciona diferentes En 
SEDICI se utilizan:
– mods.location (URL de acceso al catalogo de la biblioteca, o información de acceso al 
recurso fisico)
– mods.origenInfo.place (Institución donde se creo el documento)
– mods.recordInfo.recordContentSource (Registra el nombre de la entidad y/o sitio web 
desde donde se obtuvo la información del registro)
Directrices para la documentación de los bienes patrimoniales desarrolladas por 
un grupo de trabajo dirigido por el Getty y la College Art Association of America 
(CAA),
Cataloguing Cultural Objects (CCO)
Manual para documentar arte, arquitectura y objetos culturales desarrollado y 
diseminado por el Visual Resources Association (VRA).
SEDICI utiliza un perfil de metadatos 
propio: dichos metadatos están 
traducidos al inglés y al portugués, y el 
sistema los transforma al formato 
Dublin Core para que sean accedidos 































• El identificador único del objeto (tipo y valor),
• Fijeza de la información, como la suma de verificación (mensaje cifrado) y el
algoritmo utilizado para obtenerla,
• El tamaño del objeto,
• El formato del objeto, que puede especificarse directamente o mediante un
enlace a un registro de formatos,
• El nombre original del objeto,
• Información sobre su creación,
• Información sobre los inhibidores,
• Información sobre sus propiedades significativas,
• Información sobre su entorno (véase más abajo),
• Dónde y en qué soporte se almacena,
• Información sobre la firma digital,
• Relación con otros objetos y otros tipos de entidades.
• El identificador único del acontecimiento (tipo y valor),
• El tipo de acontecimiento (creación, ingesta, migración, etc.),
• La fecha y hora en la que ocurrió el acontecimiento,
• La descripción detallada del acontecimiento,
• El resultado codificado del acontecimiento,
• Una descripción más detallada del resultado,
• Los agentes implicados en el acontecimiento y sus funciones,
• Los objetos implicados en el acontecimiento y sus funciones.
La información sobre los acontecimientos que se puede registrar incluye:
• Un identificador único para el agente (tipo y valor),
• El nombre del agente,
• La designación del tipo de agente (persona, organización, 
software).
El diccionario de datos incluye:
• El identificador único de la mención de derechos (tipo y valor),
• Si la base para la reclamación de los derechos es el copyright, una licencia 
o
una ley,
• Información más detallada sobre el estado del copyright, los términos de la
licencia o la ley, si es aplicable,
• La(s) acción (es) que permite la mención de derechos,
• Cualquier restricción sobre la(s) acción(es),
• Los derechos otorgados o el período de tiempo durante el que se aplica la
mención,
• El (los) objeto(s) a los que se aplica la mención,
• Los agentes implicados en la mención de derechos y sus funciones.










Buenas prácticas y 
recomendaciones




Un formato digital es un sistema particular de codificación de 
la información para su almacenamiento o tratamiento en un 
soporte informático o digital.  
Los formatos más conocidos son el .doc para texto, .tiff y 
.jpeg para imágenes, .mp3 y .wav para audio, .avi, .mpg para 
video, etc.
Los objetivos perseguidos por un formato específico pueden ser diversos: 
● Almacenar un solo tipo de contenido plano sin ninguna codificación 
adicional. Ejemplo: .txt
● Incorporar especificaciones para codificar la información (principalmente 
para su compresión, transmisión o cifrado) Ejemplo: .pdf 
● Combinar y sincronizar varios tipos de contenido en un solo archivo. 
Ejemplo: los archivos .mpeg o .AVI que incluyen pistas de audio, vídeo, 
subtítulos, metadatos, etc.
● ¿Su uso está generalizado? ¿Existen varios programas para leer 
este formato? ¿Está utilizado por otras instituciones como formato de 
preservación?
● ¿Está abierto? El uso del formato no debe ser regido por patentes.
● ¿Está documentado? ¿Fue publicada su documentación (un formato 
puede estar documentado sin estar necesariamente abierto)? ¿Fue 
normalizado por instituciones como W3C o ISO? Esta documentación 
permitirá construir nuevos programas para leer el formato si sus 
vendedores ya no se encargan de su mantenimiento.
● ¿Existen programas para validarlo y caracterizarlo?
● Cuando uno elige el formato más adecuado al contenido, debe valorar los 
riesgos de obsolescencia que corre el formato.
● También se debe tomar en cuenta si las políticas del repositorio o la 
legislación de la institución impondrán que sean aceptados todos los datos, 
sea cual sea su formato.
● La finalidad del archivo digital y su ubicación en la cadena de valor: formato 
inicial de creación, formato intermedio para edición, formato final para 
preservación o difusión. A veces el formato mostrado  al público no es el 
mismo en el que se preserva.  
Nivel Descripción
Almacenado Formato no identificado para el cual sólo se 
asegura la preservación de la cadena de bits.
Identificado Formato identificado por una herramienta de 
identificación para el cual no fue definido 
ninguna estrategia de preservación.
Nivel Descripción
Conocido Formato para el cual la BnF tiene por lo menos 
una herramienta de referencia, realiza una 
vigilancia tecnológica y define una estrategia de 
preservación, sea emulación o migración a un 
formato controlado.
Controlado Formato documentado por el cual la BnF tiene 
herramientas de referencia, realiza una 
vigilancia tecnológica e impone requisitos a los 
productores.
Divulgación/Transparencia: hace mención al grado en el que las 
especificaciones técnicas de los formatos son accesibles (es decir son de código 
abierto).
Apertura: se refiere a la dependencia de un formato determinado a una patente. 
En el caso de las entidades dedicadas a la preservación y/o difusión del 
patrimonio cultural, en general, se tiende a utilizar formatos abiertos, es decir 
formatos de archivo que no se hallan sujetos a patentes o derechos de autor. 
Ejemplo: Empresas como Apple, Amazon, Microsoft conforme con criterios 
comerciales y no necesariamente de preservación, pueden imponer formatos 
propietarios, es decir, protegidos por patentes o derechos de autor.
Dependencia/Interoperabilidad: se trata del grado de dependencia de un 
formato determinado respecto a un hardware, a un software o a un sistema 
operativo específico.
Estabilidad/Compatibilidad: grado en el que un formato mantiene su 
funcionalidad e integridad con versiones anteriores o posteriores.
Aceptación: hace referencia al grado de utilización de los formatos por parte de 
los creadores, distribuidores y usuarios de los recursos.
Estandarización: adecuación formal a los procesos o especificaciones 
establecidos por un organismo de normalización (ISO, NISO, W3C…) con el 
objetivo de garantizar la calidad de los archivos y su interoperabilidad.
Mecanismos de protección técnica: los mecanismos de protección técnica 
como por ejemplo el cifrado, utilizados habitualmente para proteger la propiedad 
intelectual, no deben dificultar la recuperación de datos, migración de los 






El formato más difundido para la publicación de textos es el formato de documento 
portátil o PDF, pero no es raro encontrar autoarchivos de materiales hechos en 
formatos .doc o .docx u otro tipo de formatos de texto editable como .odt. En estos 
casos siempre es recomendable la trasformación del material al formato PDF. El 
formato PDF fue creado por Adobe, y es ahora un estándar abierto y oficial reconocido 
por la Organización Internacional para la Estandarización (ISO). A los fines de la 
preservación digital el formato recomendado es el PDF/A. El PDF/A es el estándar 
más común para los documentos de texto con formato, pero muchas entidades que 
ofrecen contenidos en formatos de texto electrónico en formato EPUB. Ambos 
formatos están basados en XML.
El PDF/A se presenta como el estándar aceptado para la creación de 
documentos digitales accesibles online y susceptibles de ser impresos, tanto 
aquellos basados en texto como los que incluyen imágenes, gráficos, etc. que 
requieren de un diseño preciso. 
El EPUB es el estándar de facto recomendado para el texto electrónico. Aunque 
puede soportar imágenes está más orientado a la publicación de texto, por ello no 
es el formato más adecuado para documentos que requieren un diseño preciso o 
están basados en imágenes.
PDF/A es, de hecho, un subconjunto de PDF obtenido excluyendo aquellas 
características superfluas para el archivado a largo plazo de forma similar a como 
se ha definido el subconjunto PDF/X para la impresión y artes gráficas. Además, 
el estándar impone una serie de requisitos a los programas para la visualización 
de archivos PDF/A. 
Un programa de visualización que se ajuste a los requisitos debe seguir ciertas 
reglas incluyendo la conformidad con las directrices en cuanto a la gestión de 
color, el uso de fuentes integradas a la hora de la visualización, o la posibilidad de 
















Un formato de preservación para documentos de texto es el estándar PDF/A, descrito en las 
normas ISO 19005-(1-2-3).
Este formato está basado en el estándar PDF 1.4, al que le incorpora algunos requerimientos 
adicionales, por ejemplo:
● Especificaciones sobre los metadatos y la estructura del archivo.
● La paleta de colores (incluyendo escala de grises y blanco/negro) no deben ser 
representados en un espacio de color de dispositivo (De­viceRGB, DeviceCMYK, 
DeviceGray).  
● Las fuentes usadas en texto visibles deben estar embebidas (incluídas dentro del archivo).
Uno de los propósitos de los requerimientos del estándar PDF/A  es de proveer soporte para 
personas con capacidades diferentes, por ejemplo, incorporando la información requerida y 
necesaria para aplicaciones que hagan el pasaje de texto a voz. 
Existen dos tipos básicos de formatos de imagen: 
● Gráficos o imágenes pixeladas o de mapa de 
bits (raster images): las imágenes están 
representadas por píxeles. Es el tipo de formato 
que se utiliza comúnmente para captar 
imágenes con cámaras digitales y escáneres.
● imágenes vectoriales: están definidas 
matemáticamente y utilizan formas geométricas 
para representar las imágenes. En este caso la 
información que almacenan no hace referencia 
a los píxeles. Se utilizan principalmente en 
actividades como el diseño gráfico, ingeniería, 
etc. El tamaño de los ficheros es muy pequeño.
Las dos características básicas que determinan la calidad de la imagen, 
principalmente en las imágenes pixeladas, son la resolución y la profundidad de 
color o profundidad del bit. 
La resolución es la cantidad de puntos que componen una imagen, es decir, la 
capacidad de distinguir los detalles espaciales más finos. Habitualmente se 
expresa en píxeles por pulgada (ppp o ppi en inglés). Lo importante es que a 
mayor número de píxeles, mayor calidad de la imagen y mayor peso del archivo. 
La profundidad de color o profundidad del bit, se refiere al número de bits 
utilizados para describir el color de cada píxel. Cuanto mayor sea la profundidad 
de bits mayor será la cantidad de tonos representados
Profundidad de Color Nº de colores visibles
1 bit (monocromo) 2 tonos
4 bit 16 tonos
8 bit (indexed color) 256 tonos
24 bit (true color) 16.777.216 tonos
* En la digitalización de imágenes, el TIFF sigue siendo el formato más utilizado en la preservación de documentos, 
aunque el JPEG 2000 está comenzando a ser usado siempre que la compresión sea sin pérdida. 
Profundidad de Color Nº de colores visibles
Preservación documentos impresos y 
manuscritos y otros materiales especiales 
(fotos, planos, grabados, mapas…)
Formato TIFF sin compresión / Resolución 
mínima 400 ppp / Color: Escala grises 256 
gamas / 16,7 millones colores
Preservación prensa histórica Formato TIFF sin compresión / Resolución 
mínima 400 ppp / Color: Escala grises (256 
gamas)
Preservación prensa moderna Formato TIFF sin compresión / Resolución 
mínima 300 ppp / Color: Escala grises (256 
gamas)
Difusión archivos con compresión JPEG
Se distinguen dos categorías elementales de formatos:
● Por un lado, aquellos que recogen en forma de datos el sonido creado 
directamente a través de dispositivos electrónicos como ordenadores, 
sintetizadores, etc. para que después sean interpretados por el software 
utilizado para su reproducción.
● Por otro, los formatos más comunes y que interesan en este caso, los 
utilizados en las grabaciones musicales, de voz o de cualquier otro tipo, como 
por ejemplo el WAV, que almacena muestras de la onda de sonido para su 
posterior reproducción (formatos waveform).
En contenidos de audio son dos las características principales a considerar: 
● Frecuencia de muestreo: número de muestras que se toman de la onda de 
sonido en un período de tiempo, se expresa en Khz. 
● Profundidad de bits: número de bits utilizados para representar la onda 
sonora.
A mayor frecuencia de muestreo y profundidad de bits, mayor calidad del sonido. Por ejemplo, para 
obtener una calidad de CD de audio, la grabación se realiza a 44,1 Khz y 16 bits.  En cambio, cuando 
sólo se va a difundir, se eliminan espacios vacíos y algunas frecuencias del archivo.
Recomendaciones IASA (International Association of Sound and Audiovisual Archives) 
para preservación
Formato WAVE y BWF con fines archivísticos
Calidad recomendable: 96 kHz / 24 bit
Calidad mínima: 48 kHz /24 bit
 Las mismas especificaciones para las grabaciones de voz
Los formatos de vídeo son en general, formatos contenedores o formatos de 
compresión de información audiovisual ya que contienen varios tipos de información: 
pistas de vídeo, pistas audio, en ocasiones texto o incluso imágenes incrustadas para los 
subtítulos y los metadatos necesarios para su sincronización. 
En el caso de los contenidos audiovisuales resulta más complejo establecer unas 
directrices de uso común para la preservación por los diferentes tipos de información 
(audio, imagen…) y los productos y canales de difusión específicos para los que están 
diseñados: grabación, edición, cine, DVD, internet.
Resolución de la imagen: definida por el número de píxeles («puntos») que 
componen la imagen. 
Velocidad de la imagen (frame rate): número de imágenes estáticas o 
fotogramas por segundo, se expresa en fps (frames per second). Existen distintos 
estándares para cine (24 fps) y los distintos sistemas de televisión, etc. 
Tasa de bits (bit rate): velocidad de transferencia de los datos contenidos en el 
archivo audiovisual. Se expresa en bits por segundo (bps) y determina la nitidez 
de la imagen: a mayor velocidad más información puede contener la imagen. 
Profundidad de color: al igual que en las imágenes estáticas, se refiere al 
número de bits utilizados para describir el color de cada píxel. 
Relación de aspecto o tamaño del cuadro: proporción entre el ancho y la altura 
de la imagen.
Preservación Difusión








● Para la preservación se utilizan en mayor medida los formatos no 
propietarios, reconocidos como estándares. Cuando se trata de difundir 
existe una mayor flexibilidad.
● Los formatos presentados como válidos para la preservación, también lo son 
para la difusión de los contenidos aunque se suele aplicar algún tipo de 
compresión o se reduce de calidad en pos de su funcionalidad.
● La principal divergencia encontrada en los formatos utilizados en la industria 
y en el ámbito de la preservación, reside en la utilización de medios de 
protección técnica.
Tipo de contenido Preservación Difusión
IMAGEN TIFF (sin compresión) 
JPEG2000 (sin pérdida)
JPEG JPEG2000 (con 
pérdida) TIFF (con 
compresión)
TEXTO EPUB (libro electrónico) 
PDF/A1 (ISO 19005-1)
EPUB PDF/A PDF HTML 
XHTML Open office Texto 
plano (ISO 8859-1)
AUDIO BWF WAVE MP3
VIDEO JPEG2000 (ISO/IEC 
15444-4) (.mj2)
JPEG 2000 MPEG4 AVI 
MOV
Fuente: “Formatos de Difusión y Formatos de Preservación de Contenidos Digitales”  Kultura 2.0-Cuadernos de 
Formación Gobierno Vasco - Departamento de Educación, Política y Cultura 












Sirven para comprobar que los bytes que forman un archivo no han sido alterados.
El método más usado es la suma de comprobación, que calcula la equivalencia del 
conjunto de bits de un archivo a un valor discreto, por ejemplo MD5.
En los sistemas de preservación digital lo correcto es que se integre la suma y la 
comprobación. 
           Tratamiento

Tratamiento y mejoras de archivos PDF




Descarga masiva de archivos PDF 











Generación de PDF/A - 3-Height
Validación de PDF/A - Acrobat DC









Digitalización para dispositivos móviles
Formatos
PDF/A
1) Documentos de papel físicos (libros, 
revistas, tesis, informes, etc.)
2) Documentos .doc, .docx, .odt, etc.
3) Documentos PDF
1) Digitalización de documentos
• Escáner HP scanjet 7500 / Fujitsu fi-7160




Rotación de la imagen
Renombrado
Combinación
Proceso de imágenes mediante ScanTailor/Photoshop
Impresión en PDF, OCR en Abbyy FineReader 12
DAL
Derecho a Leer (DaL) (Facultad de Filosofía y Letras  - 
UBA). Es un espacio de difusión de las políticas a favor de 
la lectura.  Inspirados en la experiencia de  Do It Yourself 
desarrollaron un  escáner para libros de forma artesanal y 
muy económica, utilizando madera y cámaras digitales 
estándar. El objetivo es tomar una foto con la mayor 
precisión posible  de cada hoja del libro.
Ejemplo de digitalización realizada en SEDICI:
Academia Nacional de Agronomía y Veterinaria (ANAV).





Mecanismo de disparador 
manual
Configuración a través de 
software de las cámaras
Previsualización en tiempo 
real
Pre-procesamiento de imágenes con CHDK
Luego de la descarga de las fotos al PC, se corre un script que rota, renombra y combina las imágenes 
sacadas de las cámaras.
Procesamiento: 
Se crea un proyecto en Scan Tailor donde a cada imagen se le hace un proceso de:  
- alineación   
- selección de contenido
- centralización e igualar tamaño
- blanquear  fondo y borrar manchas.  
ScanTailor crea imágenes en formato .TIFF Luego de generados los TIFF se crea un nuevo proyecto 
de AbbyyFineReader,  donde se selecciona el texto e imágenes para crear un PDF/A-1a.
El PDF es verificado y  optimizado para la vista rápida en web con Acrobat DC.
HP 7500/ Fujitsu fi-7160
Se necesitan las hojas del documento 
sueltas, sin bordes salientes
Se pueden escanear a una cara o dos
Escaneos en blanco y negro: 600ppp
Escaneos en color/ escala de grises: 
400ppp
TIFF con compresión sin pérdida (LZW).
Máximo de hojas por paquete: 100
Software de escaneo: HP Smart 
Document Scan Software 3 / 
PaperStream












2) Conversión de formatos de texto (.doc, odt, etc).
Se guarda el documento como “PDF/A” desde el mismo word/libreOffice, etc.
3) Documentos PDF. Se utiliza un programa estilo servidor/cliente, encargado de:





Es un formato para archivos de libro electrónico 
(e-book) creado por Mobipocket S. A.
En el formato de libro digital MOBI se marca el 
contenido, pero no se delimita su formato, que se 
adapta a los diferentes tamaños de las pantallas 
de los múltiples lectores de libros electrónicos del 
mercado .
El formato MOBI está basado en las 
especificaciones Open eBook.
EPUB: El formato se diseñó para adaptarse a distintos tamaños de letra y pantalla. 
También se puede cambiar el tipo de letra. En el formato de texto para libro digital 
ePub, se marca el contenido, pero no se delimita su formato, que se adapta a las 
diferentes pantallas y tamaños de pantalla de los múltiples dispositivos. El formato 
fue creado por International Digital Publishing Forum (IDPF), como un formato 
específico para visualizar libros.
EPUB3: El formato, además de las funcionalidades habituales del EPUB ofrece salida 
de audio en la funcionalidad de texto-a-audio, características de voz, normas de 
pronunciación, especificación de fallbacks (conversión de un vídeo en texto, para 
discapacitados).

Se trata de grabaciones habladas (o leídas automáticamente por programas
informáticos) de libros.
Software usado para convertir texto a voz o archivos de audio: Natural reader





Aplicaciones libres para crear 
repositorios de preservación
DSpace + ARCHIVEMÁTICA
Actividades que realiza la estructura propuesta
● El repositorio en DSpace está encargado del ingreso y la entrega de los 
contenidos digitales. 
● La estructura de Archivematica realiza las actividades de preservación digital 
a través de la implementación de un conjunto de microservicios, que actúan 
sobre una estructura conceptual asimilable al paquete de información (IP) en 
sus distintas versiones. 
● La estructura física resultante del paquete de información en sus diferentes 
versiones (SIP, AIP, DIP) incluye archivos, checksum, logs, documentación 
de la transferencia y metadatos en una estructura XML. 
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Archivematica
Su estructura se basa en los microservicios y las foss tools
293
Archivematica
Usa los esquemas PREMIS, 
METS y DC.
El Escritorio de Archivematica 
permite seguir las acciones que 
suceden en los distintos 
procesos y microservicios.
El flujo de trabajo comienza tras 
una transferencia de archivos 
(pueden venir de un DSpace).
Usa muchas herramientas: 
Bagit, Fido, Siegfrid, Jhove, 
Fits...
294Escritorio de Archivematica. Fuente: https://www.archivematica.org/es/docs/archivematica-1.5/_images/Dashboard.png
 
Funciones de Archival Storage
● Archivematica utiliza una estructura de árbol de directorios para almacenar los AIP localmente. 
● La estructura en árbol está basada en los identificadores persistentes (16 bits) del AIP; también 
permite múltiples sitios de almacenamiento locales o remotos e incluso localizaciones LOCKSS. 
● El detalle del procedimiento de integración se encuentra en la wiki de Archivematica.
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Archives Space: descripción y funciones
ArchivesSpace es un software abierto de gestión de archivos que permite dar 
seguimiento a las sesiones de acceso y la gestión de colecciones. Permite:
❏ La incorporación de nuevos registros
❏  La publicación de materiales
❏  La gestión de autoridades
❏  La gestión de lugares
❏  La gestión de derechos
❏  Brinda servicio de referencia
❏  Ofrece generación de informes y reportes
❏  Brinda la posibilidad de exportaciones 
❏  Genera metadatos EAD, MARCXML, MODS, Dublin Core, y METS
[1]




Roda: Datos generales y de contacto
● Web del proyecto: http://ww2.roda-community.org/
● Licencia: GPLv3
● Lenguaje de programación: JAVA
● Sistema de gestión de bases de datos: MySQL y PostreSQL.
● Plataforma: Multiplataforma.
● Comunidad: Principalmente administración pública portuguesa 
http://roda-community.org/governance
Roda: Datos generales
● Ámbito de aplicación/audiencia: Administración pública, instituciones 
académicas, culturales, centros de investigación, archivos y bibliotecas.
● Certificaciones y actuación de acuerdo a otros proyectos: Trustworthy 
Repositories Audit & Certification y Plato (en proceso).
Roda: Gestión del repositorio
● Gestión de usuarios y permisos: Alta. configuración de permisos y roles. 
Permite definir grupos y subgrupos de usuarios y la definición de los niveles 
de seguridad y acceso puede aplicarse incluso a nivel  ítem.
● Interoperabilidad: SOAP o mediante una API.
● Estándares de metadatos: PREMIS, EAD, MIX, METS.
● Escalabilidad:Muy alta. Permite distribuir procesos entre servidores.
● Búsqueda y recuperación: Apache Lucene.
Roda: Gestión de la preservación digital
● Soporte modelo OAIS: Sí, funciona de acuerdo al modelo OAIS y da soporte 
a cada una de las fases (SIP, AIP, DIP).
● Formatos de archivo: Gran soporte para múltiples formatos y la posibilidad 
de integrar más a partir de plugins.
● Validación: JHOVE, Droid.
● Trazabilidad: PREMIS.
Roda: Gestión de la preservación digital
● Autenticidad:Sumas de verificación (Checksum).
● Creación y gestión de formatos derivados: GhostScript, JOD Converter and 
OpenOffice, Mencoder, SoundConverter, gStreamer.
● Gestión de la migración de formatos: Notifica la obsolescencia de formatos. 
Dispone de un asistente para la migración. Herramienta de evaluación de 
los objetos resultantes.
● Virus: Comprobación de virus integrada.
Gestión del Acceso Público
● Capa pública: La propia de RODA.
● Facilidad de implementación: Media.
DAITSS
Datos generales y de contacto
● Web del proyecto: http://daitss.fcla.edu/
● Licencia: GPLv3
● Lenguaje de programación: Ruby
● Sistema de gestión de bases de datos: PostreSQL
● Plataforma: Multiplataforma
● Comunidad: Proyecto del Florida Center for Library Automation. 
● Ámbito de aplicación/audiencia: academia, archivos y bibliotecas.
● Certificaciones y actuación de acuerdo a otros proyectos:TRAC
Gestión del repositorio
● Gestión de usuarios y permisos: configuración de permisos y roles.
● Interoperabilidad: Actúa como “caja negra”. Sólo es posible acceder a los 
datos del repositorio previa solicitud del DIP a través de la interfaz. 
● Estándares de metadatos: PREMIS, DAITSS XML, MODS, MIX, AES, 
textMD, docMD, METS. 
● Escalabilidad: Muy Alta. 
● Búsqueda y recuperación: no menciona.
Gestión de la preservación digital
● Soporte modelo OAIS: Sí. Para SIP, AIP y DIP.
● Formatos de archivo: 600 tipos de formatos diferentes.
● Validación: JHOVE.
● Trazabilidad: PREMIS.
● Autenticidad: Sumas de verificación (Checksum) MD5.
● Creación y gestión de formatos derivados: Sí, de los archivos propietarios se 
crean versiones en formatos abiertos.
Gestión de la preservación digital
● Gestión de la migración de formatos: Sí, almacena una copia del fichero en la 
versión actual (soporte para los principales formatos del mercado como los 
de Microsoft, pdf, etc.).
● Virus: Comprobación de virus integrada.
● Zona de cuarentena: Sí.
Gestión del acceso público
● Capa pública: No dispone de capa pública se debería integrar con otro 
software y no se conoce su nivel de compatibilidad con otras herramientas 
del mercado.



















      La presentación está disponible en la colección de SEDICI http://sedici.unlp.edu.ar/handle/10915/25295
Nuestros sitios
