Abstract-In this paper, the issue of Bluetooth and IEEE802.11b coexistence in a heterogeneous environment is addressed by means of an integrated analytical approach. The methodology proposed carefully takes both physical (i.e., thermal noise, propagation, interference, modulation formats, and coding techniques) and medium access control (frequency hopping, packet structures, traffic loads) aspects into account. This model can be easily implemented when developing network simulators, thus avoiding the need of extensive bit level Monte Carlo simulations at the physical level.
I. INTRODUCTION
T HE INCREASING penetration of heterogeneous communication devices sharing the unlicensed world-wide available industrial, scientific, and medical (ISM) band, makes the issue of mutual interference a key aspect to be investigated to be able to ascertain whether their coexistence in the same scenario is possible or otherwise.
In the following, we focus our attention on two of the most important families of devices designed to operate in the ISM band: IEEE 802.11b and Bluetooth (BT). In previously appeared papers, the coexistence issue has been generally investigated separately considering the impact of one system on the other (IEEE802.11b versus BT, or BT versus IEEE802.11b). As far as the impact of the interference generated by IEEE802.11b on BT reliability is concerned, in [1] some simulation results are presented at bit level considering additive white Gaussian noise (AWGN) and fading channel. The BT packet error probability (PEP) due to IEEE802.11b interference has been considered in [2] , nevertheless, the BT coded packet structure and the propagation channel are not taken into account. In [3] , a measurement campaign was performed in order to Manuscript received May 5, 2002 ; revised October 2, 2002 . This work was supported in part by Consiglio Nazionale delle Ricerche (CNR) and Ministero dell'Istruzione, dell'Università de della Ricerca (MIUR).
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Digital Object Identifier 10.1109/JSAC. 2002.807345 evaluate the performance of an interfered BT link considering the largest and least protected BT data packet. As far as the reciprocal scenario is concerned (BT versus IEEE802.11b), different studies have been presented in the literature. In [4] , the coexistence issue has been investigated in the case of IEEE802.11b low-rate link (1 Mb/s) interfered by a set of BT piconets. It mainly focuses on the possibility to introduce traffic shaping techniques to reduce the effect of interference both for data and voice traffic types. Other papers, e.g., [5] , take different traffic models into account but adopt simplified channels models without considering fading impairments; the effect of fading is taken into account in [6] in a simplified approach through simulation. In [1] and [7] - [9] , it is shown that the effect of adjacent channel interference on the bit-error rate (BER) strongly depends on the frequency offset between useful and interfering carriers, hence, this aspect can not be neglected when the coexistence problem is addressed. This effect is taken into account in a more accurate analysis presented in [10] , [11] , where some performance measures, such as the packet error rate, the number of packet retransmissions and the transmission latency, are introduced. Therein, the log-normal shadowing effect is considered through the classical Jake's method [12] , generally adopted in cellular systems design, and network performance is investigated considering several BT piconets located in the same region of an IEEE802.11b station. An approximated threshold-based approach on the PEP is proposed to determine the probability of packet collision, hence, the region where the network performance is likely to be impaired by BT. In [13] and [14] , both links are investigated by means of simulations; moreover, in [14] a measurement campaign is also performed. Generally speaking, to obtain the overall system performance, a bit level simulation combined with a protocol level simulation does not represent a practical solution due to the prohibitive computational time required. Hence, there is the necessity to introduce new accurate and simple methods to the BER evaluation that avoid simulation.
The aim of this paper is to perform a complete analytical coexistence study by means of an integrated approach [15] , which properly takes all transmission aspects (propagation effects, interference, thermal noise, modulation format, coding techniques) and medium access control aspects (frequency hopping, packet structure, traffic load) into account. An accurate expression for the mean PEP is carried out in the presence of line-of-sight (LOS) and non LOS propagation conditions. The model developed can be easily implemented in protocol simulators (or upper-layers analytical models) without the need of extensive bit level Monte Carlo simulations.
Starting from this approach, performance evaluation and coexistence issues are addressed for different system configurations and propagation conditions. A joint analysis of BT interference on IEEE802.11b and IEEE802.11b interference on BT is carried out in order to evaluate the minimum coexistence distance as a function of the traffic load offered to each link and the desired quality-of-service (QoS). To the authors' knowledge, no analytical study considering all the above mentioned aspects is present in the literature.
The paper is organized as follows: in Section II a brief overview of BT and IEEE 802.11b is reported and in Section III the channel model assumed is introduced. In Section IV, the basis of the proposed analytical methodology are given, whereas in Sections V and VI the performance, in terms of mean PEP, for BT interfered by IEEE802.11b and for IEEE802.11b interfered by BT are evaluated, respectively. The coexistence issue between the two standards is addressed in Section VII by means of a joint performance analysis and, finally, our conclusions are given in Section VIII.
II. BT AND IEEE 802.11B OVERVIEW
A brief description of the two considered standards is reported in this Section to recall the main characteristics that will be considered in the following.
• Bluetooth. Designed to operate in a noisy and potentially interfered radio frequency environment, BT adopts a timeslotted frequency-hopping spread-spectrum scheme with a forward error correction (FEC) coding technique [16] . In the ISM band, a set of 79 hop carriers separated by 1 MHz has been defined. A binary Gaussian shaped frequency-shift-keying (GFSK) modulation scheme is applied in order to reduce cost and device complexity and a symbol rate of 1 Mb/s can be achieved for an occupied bandwidth of about 1 MHz.
• IEEE 802.11b. As far as the physical layer of IEEE 802.11 is concerned, three different basic transmission techniques are defined: diffuse InfraRed (IR), 2.4 GHz ISM band frequency-hopping spread-spectrum (FHSS) and 2.4 GHz ISM band direct sequence spread spectrum (DSSS) at 1-2 Mb/s [17] . A high rate mode extension IEEE 802.11b has been recently introduced enabling 5.5 and 11 Mb/s by employing the complementary code keying (CCK) scheme [18] . In all modes, the occupied bandwidth is about 22 MHz. Even though our approach is quite general in this paper we focus our attention on the DSSS (1 Mb/s) and CCK (11 Mb/s) with regard to the IEEE 802.11b.
III. CHANNEL MODEL
In the scenario considered (sketched in Fig. 1 ), an IEEE802.11b and a BT link are simultaneously active in an indoor environment. Let us denote with the general path-loss law as a function of the distance between the transmitter and the receiver. Moreover, we assume that frequency selective effects do not significantly affect the receiver performance [19] , nevertheless, they have to be considered when investigating the fading correlation among packets transmitted in different frequency hops (e.g., Bluetooth). Hereafter, when LOS condition is satisfied, the Ricean fading statistics with Rice factor is adopted [1] , [20] , whereas the Rayleigh distribution is considered in the opposite case (non LOS). Now, let us introduce the following parameters (see Fig. 1 Owing to the particular environment considered (low mobility indoor scenario) the fading level has to be considered as constant over the entire packet duration (slow fading) for both BT and IEEE802.11b links.
IV. BLOCK ERROR PROBABILITY EVALUATION

A. Evaluation in Slow Fading Channel
Before giving the details of our analytical approach, in this Section we derive a general result, that will be used through the paper, concerning the mean (averaged over Rice/Rayleigh fading) error probability evaluation for a block of received symbols. For this purpose let us assume that the instantaneous symbol error probability can be described as a simple parameterized function of the instantaneous signal-to-noise ratio (SNR) as (5) with , , , and , , being the energy per received symbol, the single sided thermal noise spectral density and the symbol time, respectively. As will be explained in the following, with a proper choice of parameters and , the performance curves related to both the considered systems are well approximated by (5) for the whole range of interest for . Assuming that errors due to AWGN are independent, the instantaneous block error probability , i.e., the probability to have at least an error in a block of symbols becomes (6) Now, assuming Rice distributed slow fading channel (where the term slow means constant during a block), is characterized by the following probability density function (pdf) [21] for (7) where is the mean SNR, is the modified Bessel function of the first order and the Rice factor. For it reduces to the Rayleigh distribution. The mean (averaged over fading realizations) is (8) For Rice fading, using (7), the mean becomes
In the particular case of Rayleigh fading , (9) can be expressed in the following compact form: (10) where is the Hypergeometric function [22] . In the following, the dependence on and could be hidden for conciseness.
B. Evaluation in the Presence of Co-Channel Interference
Now, we extend the result in (9) to the case with an interfering signal present during the transmission of the block. Both the useful and interfering links are affected by fading, the levels of which are assumed to be independent in the two links.
Let us consider the exact instantaneous block error probability expression in the presence of interference which, in general, depends on the SNR and the instantaneous interference power level . According to the definition, the block error probability averaged over the fading statistic of the interfering signal and conditioned to the instantaneous value of is (11) In [23] , it has been demonstrated that when the interferer is an angle modulated signal and it is affected by Rayleigh fading, its disturbance contribution at the receiver has a Gaussian distribution. Consequently, when evaluating (11), we can consider the interfering signal as an additional contribution to the thermal noise by simply replacing in (6) with (12) hence, writing (13) The parameter is a coefficient depending on the interfering signal pulse shaping and the receiving filter, while 1 is a coefficient depending on the frequency offset between the useful and interfering carriers. The parameter is normalized so that for MHz , where is tuned as a consequence. These parameters will be specified for each link in SectionsV.
Following the same procedure reported in the previous subsection, it is possible to average over the useful received power fluctuations obtaining, therefore, that the mean block error probability in the presence of interference is given by (14) having defined (15) As can be noted, (14) has the same structure as (9) , similar to what obtained in frequency-hopped cellular system contexts [24] . Hence, we can conclude that, even if the exact instantaneous block error probability expression in the presence of interference, , is generally not known (its analytical derivation is unaffordable, exception made for few particular cases [25] , [26] ), it is however possible to derive the mean block error probability by using the result of (9) and simply replacing with according to (15) . Note that for a Ricean interferer with increasing , we tend toward the condition of static channel, for which the Gaussian approximation leads to an upper bound [25] , [26] .
Hereafter, we derive the mean PEP of the BT link taking both thermal noise and interference generated by a IEEE802.11b transmission into account. For this purpose the different channel coding techniques adopted by BT are carefully considered. We verified that, for noncoherent demodulation scheme, the expression (5) with parameters and well fits the instantaneous behavior in the region of interest, i.e., . Let us observe however, that the analytical approach is general in , . For different receiver structures the couples for which (5) holds are derived in [27] . Now, let us recall that BT data and voice packets are made up of three different fields (access code, header, and payload) each one protected against errors by a different forward error correcting (FEC) block code [16] . As an example, for data transmission the following FEC techniques are adopted.
• The access code is made up of three subfields: preamble (4 bits), trailer (4 bits), and Sync Word (64 bits); the last one is the only subfield sensitive to errors and is protected by a (64,30) BCH code that can correct at the most errors [28] .
• The header is protected by a simple three-times repetition FEC code which can correct, at the most error per codeword; it can be observed, furthermore, that the 1/3 repetition code increases the product of the GFSK modulation, hence, the demodulator performance is further improved.
• The payload, depending on the considered packet type, can be protected (DM1, DM3, DM5 packet types) or not (DH1, DH3, DH5 packet types) by an FEC code. In the former case a (15,10) shortened Hamming code is adopted, which can correct at the most error per codeword. To evaluate the instantaneous packet error probability, , as a function of the instantaneous SNR, , the error correction capabilities of the FEC codes adopted in the different packet fields have to be considered, providing (16) where:
• is the access code error probability; • is the header error probability; • is the payload error probability. Hereafter, the hard decision is considered due to the low complexity requirements of BT devices. The analytical derivation of , , and requires the knowledge (for each FEC code adopted) of the codeword error probability , which is a function of , the number of correctable errors and of the codeword length , and can be generally expressed as (17) Having denoted with the error probability of a sequence of codewords, we can write (18) For data packets (DM, DH), for example, it follows that • ; • ; • with for DM packets; • with for DH packets. In Fig. 3 , the exact instantaneous PEP following (16) is compared with for a DM packet in an AWGN channel for and . As can be immediately observed the curve coincides with , hence, an approximate expression for the is given by (19) Let us observe that (19) is even more accurate for DH packets whose payload is not protected at all. Now, we evaluate the mean PEP, averaged over fading, as
By using the well-known approximation [29] , certainly valid for , on the codeword error probability (21) by substituting (5) in (21) results (22) and by recalling (8) and (9), we obtain (23) where and . Now, to also include the interference effect, we simply follow the approach discussed in Section IV by replacing in (23) the variable with according to (14) , leading to (24) To validate the approximations, we verify that (24), through (15), provides a very good agreement with the simulated asymptotical average packet error rate (PER)
MHz. For this purpose, the interfering power at the output of the receiving filter has been evaluated starting from the knowledge of the power spectral density. The analysis of the power spectral density of the IEEE 802.11b signal is carried out in the Appendix. The coefficient can now be obtained by calculating the interfering power at the output of the BT receiving filter, normalized to the interfering power in the reference case of MHz (25) where , is the actual BT carrier frequency and MHz is the 3-dB bandwidth of the receiving filter (assumed to be 10 poles Butterworth). For greater than 10 MHz the effect of the interference can be neglected . In Fig. 4 , the asymptotic (large SNR) PEP conditioned to as a function of is plotted and compared with simulation results (symbols) in the case of 1 Mb/s IEEE802.11b interferer, DM1 BT packet type, and Rayleigh fading in both links for MHz. In this case, has been found to be 0.11. It is worth noting that the values of calculated by means of (25) , and reported in Table I , provide a remarkable agreement between simulation and analytical results, with the exception of MHz. For the DSSS scheme, the curve related to the case MHz has been obtained assuming dB which is different from the value dB, evaluated through (25), reported in Table I . This phenomenon can be explained considering that the impact of an interfering signal on an ongoing transmission generally depends not only on the interfering power level but also on the shape of the interfering power spectrum [30] , [31] . As can be observed in Fig. 2 , the IEEE 802.11b power spectrum shape denotes a high frequency selective behavior around the carrier frequency, which deeply affects the BT performance in the presence of co-channel interference.
It is important to observe that simulation results also confirm the validity of the adopted approach. Hence, by means of (14), (15) , (24) , and (25) we obtained a simple and efficient analytical expression for that depends on parameters and , which can be derived for any kind of receiving filter. By assuming that the probability of time collision occurrence is , being an indicator of the IEEE802.11b activity factor, that all BT bits are involved in the collision and averaging over , we can write (26) where is the probability to have a BT transmission in a particular frequency hop. As far as is concerned, we assume that is uniformly distributed among all the allowed 79 hops, hence, we can write , while the activity factor is a function of the traffic offered to the interfering IEEE802.11b transmitter.
Being averaged over and over the collision events, , which is a function of and , is an overall figure of merit which takes the effects of FEC codes, the frequency hopping technique and traffic into account, hence, it is a meaningful indicator of the system performance.
In Fig. 5 , we reported the as function of for different values of and , in the case of DM1 packet type. The impact of the Rice factor on the performance can be clearly appreciated showing, therefore, that the LOS condition, normally verified in a BT link, considerably improves the achieved performance. It is also possible to jointly observe the effect of both thermal noise and interference.
According to [5] and [32] , in the rest of the paper, we adopt the following path loss model: (27) being the distance between the transmitter and the receiver in meters. This model assumes LOS propagation for the first 8 m.
From (3), (4), (26), and (27) it is possible to plot as a function of the distances ratio (hereafter, ), as Fig. 5 . BT interfered by IEEE802.11b. Effect of the Rice factor K , and the mean SNR < E > =N , on the mean packet error probability, P EP , as a function of the ratio C =I . DM1 packet. shown in the case of interference-limited operating conditions, in Fig. 6 where the activity factor the useful distance and the BT transmitting power levels have been considered as parameters. Here, the DM1 data packet has been adopted in a LOS propagation condition . By fixing a target mean PEP, it is possible to obtain the minimum distance ratio, , for which the QoS requirement is satisfied. It is interesting to note that, at the same , the case with m outperforms the case m. This is due to the greater propagation coefficient experienced by the interferer for increasing distances . The strong dependence on the transmitted power level suggests that a properly designed adaptive utilization of the transmitted power could reduce the interference effect improving the achieved performance [34].
VI. PERFORMANCE EVALUATION OF IEEE802.11B INTERFERED BY BT
The above introduced methodology can also be adopted to investigate the reciprocal scenario in order to assess the performance of IEEE802.11b interfered by a BT transmission: in fact, this analysis is indeed carried out by means of the same approach adopted in the previous section.
For this link proper values for parameters and in (5) have been chosen for DSSS and for CCK standards. In the former case, they are and (exact expression from [29] ), whereas for the CCK case they are and (fitting from results reported in [9] ). As for the BT link, we assume that the PEP is mainly determined by errors occurring in the payload (i.e., MPDU); this is reasonable considering that the payload is uncoded and generally considerably longer than other fields (only 192 bits in total). We assume a payload of 1024 Bytes as a reference. Hereafter, the following assumptions have been made.
• The collision event involves all the bits belonging to the BT packet, i.e., we consider the worst case with regard to the timing synchronism between packets.
• Fading realizations in different interferers BT slots are independent (due to frequency hopping).
• Symbols not collided are correctly detected (both systems working inside their respective operative ranges). Based on the above mentioned hypothesis and considering that the fading process on the useful link is constant over the entire useful packet duration, the mean probability (averaged over the fading) to have an erroneous packet reception, conditioned to time collisions, can be written as (28) where is the number of IEEE802.11b symbols colliding with one BT packet ( for the 11 Mb/s system and for the 1 Mb/s one). This expression can be upper bounded by moving the averaging operator inside the product giving (29) Let us denote with the maximum number of potential BT packets colliding with an IEEE802.11b packet. The accuracy of the bound (29) can be verified in Fig. 7 where the upper bound (29) is compared with (28) in cases of DSSS and CCK systems experiencing both Rayleigh and Rice fading and (100% traffic load). Note that, even though the DSSS scheme is more robust than CCK against co-channel interference, the fact that its packet duration is 11 times greater (hence, more subject to packet collisions), leads to similar performance for both schemes.
Let us now define as the probability to have BT transmissions during the same packet transmission. By averaging over all the possible number of BT time collisions, the mean PEP becomes (30) To investigate the impact on the performance of different traffic models characterizing the interfering (BT) device, let us consider the following cases.
• BT voice traffic @64 Kb/s. Using the HV3 packet format, transmissions occur on 33% of the BT time slots in any given direction [5] , hence, , for CCK and , for DSSS.
• BT full loaded e-mail download/upload traffic [5] . Using DH1 packets for both CCK and DSSS, we have , .
• BT binomial traffic. DM1 packet used. Let be the probability to have a BT packet transmission during the generic time slot, we have (31) Other traffic models [4] , [5] , [34] can be easily taken into account by changing the form of (31) . Moreover, starting from the presented analytical methodology, different traffic management strategies could be tested to further reduce the interference impact [33] , [34] .
The values for and in the CCK case have been evaluated according to the semi-empirical model presented in [8] , which considers the interference effect, as a function of , to be shaped as a function combined with a low-pass Butterworth filter mask. The DSSS case has been obtained in a similar way by taking the effect of the Barker code into account. These values are reported in Table II and in this case . The analytical results related to IEEE802.11b interfered by BT are reported in Figs. 8 and 9 . Fig. 8 ; and h) DSSS, , e-mail traffic. It can be observed, in particular, that at the same BT mean packet transmission rate (e.g., voice and binomial @64 Kb/s) the performance does not strongly depend on traffic model. As expected, the worst performance occurs for email download traffic which is characterized by 100% activity factor. In Fig. 9 , we reported the asymptotical as a function of the coexistence distances ratio (hereafter ) for CCK, and 100% BT activity factor (e.g., e-mail download). The IEEE802. due to the fact that, for small values of , the interferer (BT) operates in LOS condition. Moreover, in this case we can verify that IEEE802.11b is able to work with lower distance ratios than BT. As an example, fixing , dBm and m, a minimum distance of about 2 meters is tolerable (this result is confirmed by experimental tests [34] ). The deep impact of the BT transmitting power level on the minimum tolerable distance ratio can also be noted.
VII. COEXISTENCE ANALYSIS
By means of the methodology proposed in Sections V and VI, we can now analyze the coexistence issue, between the two standards, evaluating their performance. In fact, the two systems can simultaneously operate in the same environment only if the target QoS, in this case the target mean PEP, is guaranteed for both of them. To this aim, by fixing the target QoS for each system, we define the coexistence domain, in terms of relative distances, as the maximum between the two minimum ratios . In this regard, in Fig. 10 , we show for the BT link the minimum ratio as a function of the IEEE802.11b activity factor, , which respects two target of interest, e.g., and , for the lowest BT transmitted power level (0 dBm). Here, we considered LOS propagation conditions (Rice factor ), which is likely to occur when considering a BT link and, for comparison purposes, the DM1 and the DH1 BT packets (let us recall that the payload of DH1 packets is not protected by any FEC code). As expected the adoption of the shortest and best protected DM1 packet considerably reduces the minimum ratio needed to achieve the target performance. For the less stringent requirement , the benefic effect of the frequency hopping leads to a minimum value of the activity factor . Below that limit, any interferer distance satisfies the PEP requirement.
Similarly, for the IEEE802.11b link, in Fig. 11 we show the minimum ratio as a function of the BT traffic load, (binomial traffic), considering the same target QoS and different fading conditions (Rice and Rayleigh). The useful distance has been set as .
VIII. CONCLUSION
In this paper, we derived an analytical methodology to evaluate the performance of a BT link interfered by IEEE802.11b, and vice versa, in a Rice/Rayleigh fading channel with AWGN. The QoS of the two systems is evaluated in terms of the mean PEP. The methodology proposed carefully takes the presence of thermal noise, propagation impairments, interference, modulation formats, and coding techniques into account together with frequency hopping, packet structures and traffic load. When necessary the methodology assumptions are verified by simulations. This model can be easily implemented when developing network simulators, thus avoiding the need of extensive bit level Monte Carlo simulations at the physical level. In particular, it has been emphasized how the presence or absence of LOS propagation and different choices of system parameters, e.g., the transmitted power level, significantly affect the coexistence distance. Moreover, the quite relevant coexistence issue between the two standards has been addressed deriving the coexistence domain, in terms of relative distances, for a fixed QoS. This methodology can be easily extended to include more sophisticated traffic models and to test suitable techniques to counteract the reciprocal interference.
APPENDIX
Since IEEE802.11b @1 Mb/s adopts a direct sequence spread spectrum technique, the baseband pulse amplitude modulation (PAM) signal, is multiplied by the spreading signal , where (32) (33) and is the transmitted bit, is the bit-time, is the rectangular pulse of duration , is the spreading sequence, is the spreading factor, is the chip time and is the rectangular pulse of duration . In the considered case, the adopted spreading sequence is the Barker sequence with [17] . The spread spectrum signal becomes From (34), we can note that is still a PAM signal with modulation pulse given by expression (35). Assuming independent and ergodic, we can state that the two-sided power spectral density of is given by (36)
and being the Fourier transform of and , respectively. For the DBPSK scheme adopted by IEEE 802.11b @1 Mb/s the two-sided power spectrum of the modulated signal is, exception made for a scale factor, the translation of of ( being the carrier frequency); it follows that in order to derive the power spectrum of the modulated signal we can refer to . The power spectral density , as expressed by (36), is reported in Fig. 2 where it is denoted by the letter "A." In Fig. 2 , the transmit spectrum mask defined by the specification is also reported. In order to fulfill the requested mask [17] , the modulated signal is passed through a transmission filter with baseband equivalent amplitude characteristic . Hence, the power spectrum of the transmitted signal is, apart from the already discussed frequency translation, proportional to (38) which is plotted in Fig. 2 and denoted with the letter "B."
As far as the CCK scheme is concerned, it can be viewed as a coded QPSK modulation based on the same pulse and the same transmit spectrum mask as for the DSSS case. The evaluation of the power spectral density follows the classical result for QPSK [29] .
