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Zaključna naloga opisuje tehnologijo radiofrekvenčne identifikacije (angl. Radio Frequency 
Identification – RFID), možnosti uporabe, delovanje in sestavne dele RFID sistema. Vključen 
je tudi praktični del, v katerem je predstavljen modul v pasu ultra visokih frekvenc (angl. 
Ultra High Frequency – UHF), merilno mesto in meritve. Z meritvami je cilj ugotoviti, katere 
RFID značke imajo največjo uspešnost branja pri določenih parametrih. Prav tako so 
opravljene meritve za določitev optimalne moči oddajanja pri določeni razdalji med anteno in 
RFID značko. Meritve optimalne oddajne moči so opravljene z značko, ki se je v predhodnih 
meritvah izkazala za najbolj zanesljivo. Meritve optimalne moči oddajanja so tudi ponovljene 
z 10 dB slabilnikom.  








The thesis describes radio frequency identification (RFID) technology, application 
possibilities, performance, and RFID components. It also includes a practical part in which 
the ultra-high frequency (UHF) module is described as well as the measuring area and the 
measurements are presented. With measurements, the goal is to figure out which RFID tags 
have the highest success rate of reading for certain parameters. The measurements were made 
to determine the optimum transmit power at a certain distance between the antenna and the 
RFID tag. The measurements of optimum transmitting power were made with a tag that the 
testing revealed to be the most reliable one in the previous measurements. In addition, the 
measurements of optimum transmit power were repeated with a 10 dB attenuator. 








Sledenje in nadzor imata pomembno vlogo v industriji, prav tako pa tudi v poslovnih 
panogah. S pomočjo sledenja pridobimo veliko prednosti in povratnih informacij. Ena izmed 
tehnologij, ki se vedno bolj uporablja za te namene je radiofrekvenčna identifikacija (angl. 
Radio Frequency Identification – RFID). Po svetu je že implementiranih veliko različnih 
RFID sistemov, vsako leto pa se pojavljajo novi primeri uporabe te tehnologije. Eden izmed 
razlogov za širitev te tehnologije je vedno nižja cena RFID čipa. Leta 2003 je čip stal 1 dolar, 
danes pa približno 10 centov. Nizka cena omogoči, da se take čipe lahko vgradi tudi v poceni 
izdelke in izkoristi prednosti RFID tehnologije. [1] 
Dobro znana uporaba RFID tehnologije je v trgovinah, kjer se uporablja za preprečevanje 
kraje izdelkov. Prodajalci želijo tudi vedno zagotoviti zalogo na povpraševanje in to je 
mogoče samo z dobrim sledenjem inventarja. Z vgradnjo RFID značk v vsak izdelek je 
možno slediti posameznemu izdelku, ko zapusti skladišče in ko zapusti končno trgovino. S 
povečanjem natančnosti inventarja redkeje pride do situacije, da izdelek ne bi bil na zalogi, 
kar tudi povečuje prodajo. Tehnologija RFID naj bi v prihodnosti tudi zamenjala črtne kode, 
kar bi omogočilo nakupovanje izdelkov brez blagajne in čakalnih vrst. [1] 
Tehnologijo RFID se uporablja tudi za nadzor dostopa ljudi ali zaposlenih v podjetju. Z 
identifikacijskimi karticami, ki so dodeljene posamezniku, se lahko dostopa do prostorov ali 
drugih področij in pri tem tudi beleži podatke o dostopu (katera oseba, ob katerem času, čas 
trajanja). Za bolj varen sistem uporabljamo visokofrekvenčno tehnologijo, ki jo imenujemo 
komunikacija v bližnjem polju (angl. Near Field Communication – NFC). Za razliko od RFID 
deluje tako, da moramo čip približati čitalcu na razdaljo nekaj centimetrov. Takim sistemom 
pravimo sistemi na dotik in se uporabljajo tudi za brezgotovinska plačila. [3] 
Za namene sledenja in upravljanja z živalmi se prav tako uporablja RFID tehnologijo. 
Veterinarji označijo živali z RFID značkami, kar kmetom pomaga pri iskanju kmetijskih 
živali v primeru izgube ali kraje. Na farmah RFID sistem omogoča tudi avtomatsko hranjenje 
in molzenje. Druge sofisticirane naloge, ki jih tak sistem opravlja, pa so tudi spremljanje rasti 




Na velikih gradbiščih imajo delavci vgrajene RFID značke v delovne pase, kar omogoča 
sledenje vsem delavcem in s tem povečuje tudi varnost. Prav tako se sledi materialom, da se 
jih lažje poišče na velikem gradbišču. Zagotavlja se tudi sledljivost orodju, pripomočkom in 
drugim napravam, tako da se tudi ve, kdo uporablja določeno orodje in kje se nahaja. [1, 2] 
Na spletnih straneh se spremlja, koliko časa je uporabnik imel odprto stran, katere stvari je 
klikal in druge metrike. S pridobljenimi podatki uporabnikovega vedenja se lahko izboljša ter 
prilagodi spletno stran in s tem poveča promet spletne strani. Tako kot se na spletnih straneh 
sledi obnašanju uporabnikov, se lahko z uporabo RFID tehnologije sledi udeležencem 
konferenc, prireditev, razstav ter drugih dogodkov in tako beleži obnašanje ljudi. S 
pridobljenimi podatki in vzorci obnašanja se lahko izboljša prihodnje dogodke. 
Pri načrtovanju dogodkov se organizatorji srečujejo s problemi učinkovitega vodenja 
evidence udeležencev. Težavo predstavljajo čakalne vrste za registracijo udeležencev 
dogodka, ki so pri večjih dogodkih zelo dolge ter predstavljajo veliko izgubljenega časa za 
obiskovalce. Z uporabo RFID tehnologije pa se lahko organizatorji izognejo tej težavi ter 
hkrati pridobijo veliko prednosti, ki jim pomagajo pri boljšem vodenju celotnega dogodka in 
tudi organizaciji prihodnjih dogodkov. 
Za uporabo radiofrekvenčne identifikacije se ne potrebuje nobenih pametnih naprav in 
aplikacij, samo značko (angl. tag), ki je vgrajena v priponko, kartico, zapestnico ali nalepko, 
katero nosi udeleženec. Čitalnik in antene oddajajo radijski signal, ki aktivira značko. Pri 
pasivnem sistemu značka sprejeme signal in modulira odboj, pri aktivnem pa odda svoj 
signal. Aktivirana RFID značka nazaj pošlje signal z informacijo o identifikacijski številki, ki 
je unikatna. Čitalnik prebere ta signal in zabeleži podatke značke, datum in čas. Ti podatki so 
nato posredovani v oblak, kjer se uskladijo z registracijskimi podatki udeležencev. [5] 
Opisal sem kar nekaj primerov uporabe RFID tehnologije, ki prinesejo veliko prednosti, 
vendar moramo biti pozorni na dejstvo, da morajo ti RFID sistemi tudi delovati zanesljivo, 
kar pa je pri brezžičnih sistemih včasih težko. Na dobro delovanje močno vpliva okolica, kjer 
se nahaja RFID sistem. V prostorih lahko prihaja do odbojev, ki povzročajo napake pri branju 
značk, RFID značke so lahko na površinah, ki poslabšujejo njihovo uspešno zaznavanje in 
branje, lahko prihaja do motenj v delovanju zaradi drugih tehnologij ali sistemov, ki delujejo 
na podobnih frekvencah kot RFID sistemi. Vse to moramo upoštevati, ko implementiramo 




2 Opis tehnologije 
2.1 Radiofrekvenčna identifikacija 
Začetek razvoja radiofrekvenčne identifikacije (angl. Radio Frequency Identification – RFID) 
se je začel že med 2. svetovno vojno. Z uporabo radarja je bilo možno zaznati letala, ki so bila 
oddaljena več kilometrov od baze, vendar je bilo nemogoče ločiti prijateljska letala od 
sovražnikovih. Nemci so odkrili, da če piloti nagnejo ali obrnejo svoje letalo, medtem ko se 
vračajo v bazo, to spremeni odbiti radijski signal, s čimer jih je mogoče identificirati. Temu bi 
lahko rekli prvi pasivni RFID sistem. [6] 
Prva patenta sta bila prijavljena leta 1973. Mario W. Cardullo je prejel patent za aktivno RFID 
značko s prepisljivim pomnilnikom, Charles Walton pa za pasivno RFID značko, ki je 
odklepala vrata. [6] 
2.2 Delovanje RFID 
RFID sistem je sistem, ki uporablja radijske valove za identifikacijo predmetov, živali in 
ljudi. V osnovi je sestavljen iz RFID čitalnika (angl. RFID reader), antene in značke (angl. 
transponder ali tag). Da je RFID sistem uporaben, mora biti povezan z računalniškim 
sistemom, ki ima podatkovno bazo in obdeluje prebrane podatke. Slika 1 prikazuje sestavo in 
delovanje RFID sistema, kjer je na levi strani predstavljen čitalniški del, desno pa značka. [4, 
7] 
 
Slika 1: RFID sistem [7] 
Čitalnik ima lahko že integrirano anteno ali pa ga je možno povezati z eno ali več antenami. 
Antene, ki so povezane na čitalnik, pošiljajo in sprejemajo radijske signale, RFID čitalnik pa 
skrbi za generiranje signalov, modulacijo in pretvarjanje informacij. Značke služijo za 
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identifikacijo stvari in se jih loči tako, da se vsaki dodeli unikatno vrednost ali identifikacijsko 
številko. [4] 
Princip delovanja je, da čitalnik oddaja radijski signal na določeni frekvenci in ko značka 
pride v doseg signala, se v njej inducira napetost. Značka lahko nato s pridobljeno energijo iz 
elektromagnetnega polja čitalnika ali baterije posreduje zapisane podatke z oddajanjem 
moduliranega signala. Sprejeti signal RFID čitalnik pretvori in prebrane podatke pošlje v 
računalniški sistem za obdelavo. [7, 8] 
RFID sistemi lahko delujejo v različnih frekvenčnih območjih. Glede na to, v katerem 
frekvenčnem pasu delujejo, jih delimo na [7]:  
 nizkofrekvenčne (angl. Low Frequency – LF) 
 visokofrekvenčne (angl. High Frequency – HF) 
 ultravisokofrekvenčne (angl. Ultra High Frequency – UHF) 
 mikrovalovne (angl. microwave) 
2.3 Značke 
RFID značke so lahko realizirane na veliko načinov, vendar morajo vedno vsebovati osnovne 
gradnike. Vsaka RFID značka je sestavljena iz treh osnovnih delov: antene, čipa ali 
integriranega vezja in podlage (angl. substrate). Integrirano vezje značke vsebuje radijski 
sprejemnik, modulator, kontrolno logiko in pomnilnik. V značkah so lahko uporabljene 
različne vrste pomnilnika. Osnovne značke imajo 64-bitov ali 96-bitov bralnega pomnilnika 
(angl. Read-Only Memory – ROM), v katerega se tovarniško shrani unikatno identifikacijsko 
(serijsko) številko. Bolj prilagodljive značke imajo programirljiv bralni pomnilnik (angl. 
Programmable Read-Only Memory – PROM) ali električno zbrisljiv in programirljiv bralni 
pomnilnik (angl. Electrically Erasable Programmable Read-Only Memory – EEPROM). Tem 
značkam lahko uporabnik sam dodeljuje unikatne številke. Lahko pa imajo značke poleg 
bralnega pomnilnika tudi bralno-pisalni pomnilnik z naključnim dostopom (angl. Random 
Access Memory – RAM), ki je uporabljen za shranjevanje začasnih podatkov, ko značka 
komunicira z RFID čitalnikom. [9] 
Značke delimo na tri vrste, ki se razlikujejo po načinu napajanja. Slika 2 prikazuje tri vrste 
značk: pasivne, semipasivne in aktivne. Semipasivne in aktivne značke uporabljajo zunanji vir 






Slika 2: Vrste značk [7, 10] 
Pasivne značke so najcenejše in tudi najpogosteje uporabljene. Za komuniciranje uporabljajo 
energijo, pridobljeno iz elektromagnetnega polja RFID čitalnika. Ker je količina pridobljene 
energije majhna, tudi značka ne more imeti veliko funkcionalnosti. Lahko jih preberemo do 
približno 6 metrov daleč. Zaradi nizkih proizvodnih stroškov jih lahko uporabimo tudi na 
cenejšem blagu za enkratno uporabo. [7, 8] 
Semipasivne značke uporabljajo baterijo za napajanje integriranega vezja, za oddajo signala 
pa uporabijo sprejeto energijo. So podobne pasivnim, vendar imajo zaradi lastnega napajanja 
večje odzivno polje. [7] 
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Aktivne značke oddajajo svoj signal, za katerega dobijo energijo iz zunanjega vira. Baterija 
napaja vezje in zagotavlja energijo za oddajanje radijskega signala. Zaradi tega so dražje od 
pasivnih, vendar zagotavljajo večjo zanesljivost in domet. Lahko se jih prebere približno 30 
metrov daleč, z dodatnimi baterijami pa tudi 100 metrov in več. [8] 
Značke delimo tudi glede funkcionalnosti, kot so, zmožnost zapisa, izvor energije, kapaciteta 
spomina, zmožnost komunikacije od razreda 0 (angl. Class 0) do razreda 5 (angl. Class 5) in 
glede uporabljenega protokola za komuniciranje s čitalnikom. Obstaja veliko različnih 
protokolov, ki določajo način komunikacije med čitalnikom in značko. Na UHF področju se 
uporablja enotni protokol EPCglobal Class 1 Gen 2, ki ga je leta 2006 organizacija ISO 
potrdila ter razglasila za globalni standard ISO 18000-6C. Ta standard je namenjen za 
globalno uporabo na frekvenčnem območju od 860 do 960 MHz. [7, 11, 12] 
2.4 Način sklopitve 
Sisteme RFID delimo tudi po načinu sklopitve med čitalnikom in značko. Ločimo induktivno 
sklopljene (angl. inductive coupling) in sevalno sklopljene (angl. radiative coupling) sisteme. 
Razlikujejo se po dosegu, frekvenci delovanja, moči, ki je dovedena znački, ter hitrosti 
prenosa podatkov. RFID sistemi, ki se najbolj uporabljajo, delujejo v bližnjem magnetnem 
polju in so induktivno sklopljeni. 
Induktivno sklopljeni RFID sistemi se uporabljajo, kadar je razdalja med značko majhna, 
približno do enega metra. Ti sistemi najpogosteje delujejo na nizkih frekvencah (LF) in 
visokih frekvencah (HF). Najbolj pogosto uporabljene frekvence za delovanje induktivno 
sklopljenih sistemov so [7, 10, 13]:  
- nizke frekvence (LF): 125 kHz in 134,2 kHz, 
- visoke frekvence (HF): 13,56 MHz ali 27,125 MHz. 
Sevalno sklopljeni RFID sistemi se uporabljajo, kadar je razdalja med značko in čitalnikom 
večja od 1 metra, ter delujejo na področju ultra visokih frekvenc (UHF). Z uporabo pasivnih 
značk lahko dosežemo razdaljo do 3 metrov, z aktivnimi značkami pa je možen doseg 15 
metrov in več. Sevalno sklopljeni sistemi najpogosteje uporabljajo naslednje frekvence: 
- ultra visoke frekvence (UHF): 868 MHz, 915 MHz, 2,4 GHz, 




Na Sliki 3 so prikazane najbolj pogosto uporabljene frekvence glede na vrsto sklopitve RFID 
sistema. 
 
Slika 3: Ločitev RFID sistemov glede na sklopitev [10] 
 
2.5 RFID antena 
Pri sevalno sklopljenem RFID sistemu ima antena vlogo oddajanja in sprejemanja radijskega 
signala. Za čitljivost značk so pomembne tri lastnosti antene: sevalni diagram (angl. radiation 
pattern), ki določa območje branja RFID značk, polarizacija antene in izgube oziroma 
izkoristek antene. [7] 
Sevalni diagram anten je lahko neusmerjen ali usmerjen. Pri izotropnem sevalnem diagramu 
antena seva na vse strani enako in ima zaradi tega omejen doseg branja. Z usmerjenim 
diagramom lahko povečamo doseg branja značk v določeni smeri. [7] 
Orientacija električnega polja in komponente elektromagnetnega valovanja določajo 
polarizacijo antene. Ločimo linearno polarizirane antene (angl. linear polarization) in krožno 
polarizirane antene (angl. circular polarization), vidno na Sliki 4. Pri linearno polariziranem 
valovanju je vektor električnega polja v točno določeni orientaciji glede na zemeljsko 
površino. Pri anteni z linearno polariziranim valovanjem zato govorimo o vertikalni 
polarizaciji, kadar je smer vektorja električnega polja pravokotna na zemeljsko površino, in o 
horizontalni polarizaciji, kadar je smer vektorja električnega polja vzporedna z zemeljsko 
površino. Pri antenah s krožno polariziranim valovanjem pa se vektor električnega polja v 
vsaki periodi zavrti za 360°. [7] 
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Antene z linearno polariziranim valovanjem običajno zagotavljajo najdaljše območje oziroma 
doseg za branje značk, vendar so občutljive na orientacijo značke. Pri prenosu moči je 
odvisna orientacija oddajne in sprejemne antene. Če sta obe anteni orientirani v isti smeri, ni 
nobenih izgub, če pa ima ena antena vertikalno in druga horizontalno polarizacijo, je 
izgubljen celotni signal. [7] 
Antene s krožno polariziranim valovanjem oddajajo radijski signal tako, da omogočajo branje 
značk ne glede na orientacijo. Na ovire so manj občutljive, vendar imajo krajši doseg od 
linearno polariziranih anten. V primeru, da je na čitalniku krožno polarizirana antena, na 
znački pa linearno polarizirana antena, bo v vsaki smeri izgubljeno 3 dB oziroma polovica 
moči signala. [7] 
 






3 RFID čitalec 
3.1 Opis 
Testiral sem UHF vgradni modul, ki omogoča branje RFID značk in tudi zapisovanje na 
značke. Modul podpira standard ISO 18000-6C in deluje na ETSI & FCC frekvencah od 840 
MHz do 960 MHz. Za priklop anten ima štiri miniaturne radiofrekvenčne konektorje tipa 
U.FL z impedanco 50 Ω. Modul omogoča domet branja značk približno do 10 metrov. 
Vgradni modul pride tudi s kompletom za razvoj programske opreme (angl. Software 
Development Kit – SDK), ki sem ga tudi uporabil pri testiranjih. Za komunikacijo z modulom 
se lahko uporabi vmesnik UART RS-232. [14] 
3.2 Priklop modula 
Preden sem lahko začel testirati, sem moral za modul narediti hladilno rebro iz aluminija, ki 
se ga vidi na Sliki 5. Izdelano hladilno rebro sem moral pritrditi in zagotoviti, da bo tudi 
ustrezno odvajalo toploto. Zato sem med aluminij in področje na ploščici za odvajanje toplote 
(angl. Heat sink area) vstavil sljudo, ki je toplotno prevodna in električno izolativna. Na 
področje na ploščici sem dal silikonsko termo pasto, ki je prav tako električno izolativna, nato 
položil sljudo, ponovno dal pasto, tokrat na sljudo in nato pritrdil aluminijasto hladilno rebro. 
 
Slika 5: Hladilno rebro iz aluminija, pritrjeno na modul  
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Modul sem nato priklopil na enosmerno napetost +5 V in preveril, če se hladilno rebro 
segreva. Rebro se je segrevalo, kar pomeni, da odvaja toploto in s tem preprečuje poškodbo 
modula zaradi pregrevanja. 
Za povezavo modula z računalnikom sem uporabil univerzalno serijsko vodilo (angl. 
Universal Serial Bus – USB) z adapterjem na univerzalni asinhronski sprejemnik – oddajnik 
(angl. Universal Asynchronous Receiver-Transmitter – UART). Moral sem povezati oddajni 
pin, sprejemni pin in ozemljitev. Komunikacija med modulom in računalnikom je potekala po 
standardu RS-232, ki zagotavlja serijsko komunikacijo prenosa podatkov. 
Za osnovno testiranje in spreminjanje parametrov modula sem uporabil priloženi SDK. Na 
Sliki 6 se vidi radiofrekvenčne parametre, ki jih lahko spreminjamo modulu. Izbiramo lahko 
med dvema regijama: Evropo in Ameriko. Od tega je odvisno, na katerih frekvencah bo 
modul oddajal signal. Nastavlja se izhodno moč od 1 dBm do 30 dBm po korakih 1 dBm in 
vhodno občutljivost od –48 dBm do –85 dBm, prav tako v korakih 1 dBm. Izberemo lahko 
tudi frekvenčne kanale in s tem tudi zmanjšamo motnje, če so v bližini že kakšni drugi 
sistemi, ki delujejo na podobnih frekvencah. Na modul lahko priključimo štiri antene in tudi 
izbiramo, katere bodo aktivne.  
 







4.1 Merilno mesto 
Meritve sem opravljal v Laboratoriju za sevanje in optiko, kjer sem postavil merilno mesto, 
vidno na Sliki 7. Da sem lahko opravljal meritve, sem dal modul, anteno, napajalnik in 
računalnik na voziček. Označil sem si mesta meritev, da sem imel čim bolj natančne 
ponovljive meritve. Postavil sem absorberje za radijsko valovanje, da ne bi prihajalo do 
neželenih odbojev radijskega signala in s tem do napak pri branju. Kartice oziroma RFID 
značke sem obesil na vrvici in zagotovil njihovo stabilnost, da niso valovale v zraku. Merilno 
mesto ni bilo idealno, vendar je zagotavljalo ponovljivost meritev in čim manjše motnje. 
Pri postavitvi vseh elementov na voziček sem opazil, da moram biti previden s kablom, ki je 
zagotavljal komunikacijo med modulom in računalnikom. Prišlo je do situacije, ko sem kabel 
napeljal za anteno in je prišlo do motenj v komunikaciji. V programu, kjer sem pošiljal in 
spremljal podatkovne zahtevke, ni nikoli uspešno prebralo RFID značke, čeprav je signalna 
LED dioda na modulu utripala, kar pomeni, da je bila značka uspešno prebrana. To pomeni, 
da je antena sevala tudi nazaj in s tem motila signal, ki je potoval po kablu. 
 
Slika 7: Postavitev merilnega mesta v laboratoriju 
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4.2 Postopek merjenja 
Prvi sklop meritev je obsegal meritve z različnimi UHF RFID značkami. Meril sem uspešnost 
branja značk na šestih različnih razdaljah med anteno in značko. Nastavitve RFID modula so 
bile za vse meritve enake. Obdržal sem privzete nastavitve modula, spremenil sem samo 
oddajno moč na 15 dBm. Za to oddajno moč sem se odločil, ko sem opravljal začetna 
testiranja in sem moral določiti ustrezno oddajno moč, da se bo pri rezultatih videla 
sprememba, ko se antena oddaljuje od značke.  
Meril sem na razdalji od 50 centimetrov do 150 centimetrov po korakih 20 centimetrov. Na 
vsaki oddaljenosti sem iz čitalnika poslal deset podatkovnih zahtevkov za branje in nato 
beležil, kolikokrat je bila značka uspešno prebrana.  
Meritve sem opravil s šestimi različnimi UHF RFID značkami. Razlika med značkami je bila 
v velikosti in na kakšnem materialu je bila značka. Na Sliki 8 vidimo dve večji znački na 
kartonu in plastični kartici, ki sem jih testiral, ter manjšo RFID značko, že vgrajeno v 
plastično kartico. 
 





Ker večji znački nista bili vgrajeni, sem lahko opravil meritve na različnih materialih. Tako 
sem opravil meritve na stiroporju, kartonu in plastiki. Stiropor za radijsko valovanje praktično 
predstavlja prazen prostor, tako da ne spremeni lastnosti antene RFID značke in s tem oslabi 
odbiti radijski signal. Pri kartonu in plastiki pa pride do rahlega slabljenja in posledično manj 
uspešnega branja značke, kar je prikazano v rezultatih meritev. 
Manjše značke so bile vse vgrajene v plastične kartice, namenjene za identificiranje 
posameznikov. Razlikovale so se po uporabljenem čipu in sevalnem diagramu. Nekatere 
značke so imele usmerjen sevalni diagram, ostale pa neusmerjenega (angl. omnidirectional), 
kar pomeni, da naj bi sprejemale in pošiljale radijski signal na vse strani. 
Meritve sem opravljal z manjšo UHF anteno velikosti 64 × 64 mm in desnosučno krožno 
polarizacijo (angl. Right Hand Circular Polarization – RHCP). Antena je namenjena za 
delovne frekvence 868 ± 4 MHz in 922 ± 4 MHz, standardizirane po ETSI in FCC standardu. 
Anteno sem na modul priključil preko U.FL konektorja. 
Testiral sem dve različni postavitvi UHF RFID značk. Najprej sem meril uspešnost branja, ko 
so bile značke obrnjene proti anteni, nato pa še, ko so bile obrnjene pravokotno na anteno, 
vidno na Sliki 9. Ko so značke obrnjene proti anteni, je največja možnost, da bo značka 
uspešno prebrana in tudi domet branja je največji. Pri pravokotni postavitvi na anteno naj bi 
uspešno prebralo samo značke z neusmerjenimi antenami. 
Drugi sklop meritev je obsegal merjenje odvisnosti moči od oddajne moči UHF RFID 
modula. Moč sem spreminjal od največje oddajne moči 30 dBm do najmanjše 1 dBm. Meritve 
sem opravil z dvema antenama različne velikosti na razdalji 2 metrov. Uporabil sem manjšo 
anteno iz predhodnih meritev ter večjo UHF anteno velikosti 250 × 250 mm, prav tako s 
krožno polarizacijo. Večja antena je namenjena za delovne frekvence 864 – 869 MHz in 902 
– 928 MHz. 
Meritve sem nato ponovil še z 10-decibelskim slabilnikom, vstavljenim med oddajno anteno 
in modul. Za to sem potreboval drugačen kabel, da je imel U.FL konektor pretvornik na SMA 
konektor, kamor sem privil slabilnik in nato povezal s koaksialnim kablom antene. Na Sliki 






Slika 9: Velika značka na stiroporju, obrnjena pravokotno na anteno 
 










4.3 Rezultati meritev 
4.3.1 Značke, obrnjene proti anteni 
 
Graf 1: Rezultati 1. velike značke na različnih materialih, obrnjene proti anteni 
 

















































































Graf 3: Rezultati manjših značk, vgrajenih v kartice, obrnjene proti anteni 
 

















































































4.3.2 Značke, obrnjene pravokotno na anteno 
 
Graf 5: Rezultati 1. velike značke na različnih materialih, obrnjene pravokotno na anteno 
 

















































































Graf 7: Rezultati manjših značk, vgrajenih v kartice, obrnjene pravokotno na anteno 
 


















































































4.3.3 Optimalna oddajna moč 
 
Graf 9: Rezultati majhne in velike oddajne antene pri odvisnosti oddajane moči 
 




































Izhodna moč [dBm] 



































Izhodna moč [dBm] 
Graf števila uspešnih branj v odvisnosti od Pout 







Graf 11: Rezultati majhne oddajne antene brez in z 10 dB slabilnikom 
 



































Izhodna moč [dBm] 
Graf števila uspešnih branj manjše antene 
Majhna antena


































Izhodna moč [dBm] 
Graf števila uspešnih branj večje antene 
Velika antena





Izkazalo se je, da so večje značke najbolj zanesljive, kar je bilo tudi pričakovano, saj imajo 
večjo anteno in lahko sprejmejo več signala ter posledično oddajo močnejši signal. Tudi pri 
pravokotni postavitvi so se izkazale za zanesljive. Manjše značke so bile uspešno prebrane, ko 
so bile obrnjene proti anteni, vendar z manjšo uspešnostjo kot večji znački. Pri pravokotni 
postaviti pa sta bila uspešno prebrani samo dve znački od štirih, kar je potrdilo razliko v 
smernem diagramu RFID značk. 
Pri meritvah odvisnosti moči sem ugotovil, da je na oddaljenosti med čitalnikom in značko 
dva metra najbolj optimalna oddajna moč 15 in 16 dBm.  Pri večjih močeh se je uspešnost 
branja zmanjšala zaradi motenj (kot posledica odbojev), pri manjših pa zaradi šuma in 
prešibkega signala, ki ga je oddala UHF RFID značka. Z vstavljenim slabilcem se je 
optimalna moč premaknila za 10 dB, na 25 in 26 dBm, kar je bilo pričakovano, za ta del 
testiranja. Med manjšo in večjo oddajno anteno ni bilo velike razlike, kar je verjetno posledica 
razdalje merjenja in velikosti prostora. Večjo anteno bi se uporabilo v večjih prostorih 
(skladišče, avla) ali na odprtem (parkirišče).  
Težava pri uporabi RFID sistema za sledenje ali nadzor ljudi je v zanesljivosti delovanja. 
Človeško telo vsebuje približno 70 % vode in ko je značka na telesu, se spremenijo lastnosti 
antene na znački ter slabljenje signala, kar povzroči slabšo čitljivost značke. Če želimo 
uspešno prebrati značke, ki so na človeškem telesu, lahko povečamo oddajno moč RFID 
modula ali pa uporabimo aktivne značke. S povečano močjo lahko ustvarimo veliko motenj 
zaradi močnejšega radijskega signala, ki se bo odbijal in posledično bo prihajalo do napak v 
branju UHF RFID značk. Pri aktivnih značkah pa se lahko izognemo temu problemu, ker bo 
značka zaradi baterije oddala dovolj močan signal, da ga bo lahko čitalnik uspešno prebral. 
Slabost uporabe aktivnih značk je v ceni, ker z njimi podražimo celoten RFID sistem. Težavo 
predstavljajo tudi baterije, ker ne moremo zavreči značk, ampak jih je smiselno ponovno 
uporabiti. 
V primeru, uporabe RFID sistema v nekem prostoru, bi bilo smiselno imeti opcijo avtomatske 
kalibracije. V tem primeru bi se postavilo  RFID sistem v prostor z RFID značko na neki 
referenčni točki in zagnalo način avtomatske kalibracije. V tem načinu bi se spreminjalo vse 




optimalno nastavitvijo bi se zagotovilo najbolj zanesljivo delovanje z najmanj motnjami, kar 
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