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Projekttitel: 
NemID, Tillid og Mangelfuld IT-Forvaltning 
Projektbeskrivelse: 
Projektet omhandler hvordan tillid til IT (informations teknologi), spiller en rolle til den 
digitalisering af kontakten mellem det offentlige og borgerne, der er i fuld gang i Danmark. 
Herunder hvordan IT kan anskues som et abstrakt/højkomplekst system og tillid til IT som system 
tillid, hvorvidt der kan argumenteres for at der er tillid til IT i Danmark og hvordan det offentlig 
håndterer at sikre kommunikationen og minimerer de farer relateret til digitalisering og tillid til 
denne.  
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Projettitel: 
NemID, Trust and Inadequate IT-Governance 
Abstract: 
The project concerns trust in IT (informations technology), and how this factors in, in the 
digitalization of the communications between the public sector and the citizens, which is already 
in progress in Denmark. Including how IT can be viewed as a high-complex/abstract system and 
trust in this, as trust in such, whether you can argue that trust in IT is present in Denmark and how 
the public sector handles securing the communications to minimize the dangers related to 
digitalization and the trust in this.  
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Indledning 
Computere og internet fylder noget i verden. Det er gået fra at være en slags elektronisk kugleramme, til 
at være et nyt vilkår for moderne liv. Det tager i høj grad en plads i det sociale og ikke mindst i det politiske. 
Regeringen, Kommunernes Landsforeningen og Danske Regioner har for længst set det i øjnene, at det er 
nødvendigt at planlægge hvordan IT spiller en rolle i vores samfund: 
Man behøver ikke være it-nørd for at have oplevet, at digitalisering og ny teknologi 
de seneste år har forandret vores samfund med meget høj hastighed. (Regeringen, et al. 
2010: 1) 
Internet kan i dag findes gratis på diverse caféer og hvor private ikke beskytter deres Wi-Fi med 
adgangskoder. Det er ikke længere en proces, der koster dyrt på telefonregningen, eller tager timevis. 
Ligeledes er antallet af enheder, der kan gå på nettet, blevet enormt i form af tv, telefoner, anlæg og som 
altid bærbare og stationære computere. Selve computerteknologien er inkluderet i et hav af ting. Personligt 
ejer jeg ti computere (to computerskærme, printer, stationær computer, bærbar computer, telefon, TV, 
soundbar, samt PlayStation 1 og PlayStation 3), men har faktisk haft flere end det, på én gang. 
Selv forstår jeg ikke IT nok til at jeg tør kalde mig ekspert, men alligevel møder jeg ofte folk, der mener at 
min forståelse er langt større end deres. Der er i min omgangskreds kun nogle meget få, meget 
specialiserede individer, som har en dybere forståelse end mig. Denne forståelse er til gengæld så meget 
større, men også her hører jeg, at de ikke har en fuld forståelse for dette eller hint delsystem. I 
undersøgelsen af danskernes forbrug af IT skriver Danmarks Statistik:  
Informationsteknologi (it) får en stadig stigende betydning for danskernes måde at 
organisere og leve deres hverdag. Anvendelsen af it gennemsyrer stadigt flere områder 
af tilværelsen og dermed bliver viden om udbredelsen af it og internetadgang samt 
anvendelsesformål af stor vigtighed for både borgere, myndigheder og virksomheder. 
(DST, 2012: 3) 
Heri findes også motivationen for projektet, der er et behov for at undersøge rollen IT spiller, i 
samfundet. I forbindelse med digitaliseringen af kontakten mellem det offentlige og borgerne, peger det 
fælles offentlige samarbejde bag den strategi, der blev lagt for digitalisering fra 2001-2004, på at det er 
vigtigt, at der er sikkerhed og en tillid hos befolkningen til denne sikkerhed, hvis digitalisering skal have 
succes. 
I mit første semesters projekt undersøgte jeg tillidsværdigheden til digitaliseringen af den danske 
offentlige sektors kontakt med borgerne. Projektet gik ikke i dybden med hvad tillid var for en størrelse, 
men det åbnede min interesse for hvordan tillid og It-systemer fungerede i forlængelse af hinanden. Det 
stod mig klart i slutningen af projektet, at tilliden til It-systemerne var til stede og at 
digitaliseringsstrategien, der skulle dække 2011-2015, bestemt var realistisk at indføre. Det var bare ikke 
klart hvorfor. Derfor vil der forsøges her i projektet at lave en klarere beskrivelse af, hvorfor tilliden til IT er 
til stede, men yderligere kigges på hvilke problematikker der er forbundet med dette. 
Inspirationen til videre undersøgelse ligger også i fornemmelsen af, at det går for stærkt, eller måske bare 
ikke bliver behandlet med nok alvor og skepsis. Følelsen af et misforhold mellem hvilke risici, der er 
forbundet og hvilke forholdsregler der bliver taget. 
For at finde et nedslagspunkt, er NemID blevet valgt, da det ligger i hjertet af den sikkerhed og tillid til 
sikkerhed, der er skabt i vores kommunikationer med det offentlige. Problemer vedrørende NemID, hørte 
jeg først om fra en datamatiker, men efter kort undersøgelse, er det tydeligt at der er en del kritik til stede 
blandt eksperter af systemet. 
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Problemfelt 
Feltet for undersøgelsen i dette projekt er af en levevilkårsafklarende type. Den ligger i området af tillid, 
særligt den tillid som befolkningen giver til de, som er valgt til at lede. Inden for denne er det tilliden til 
fornuftig, delibereret og informeret forvaltning af befolkningens bedste, inden for digitaliseringen af den 
offentlige infrastruktur. Herunder særligt kontakten mellem borgerne og det offentlige. Det er altså også i 
feltet af informations teknologi (IT), at undersøgelsen finder sted. Der vil blive slået, helt konkret, ned på 
den løsning, på sikkerhed, i kontakt til og med det offentlige, som er blevet udvalgt: NemID. Hvorledes 
denne spiller en rolle i den tillidsrelation mellem det offentlige og borgerne, som er udvalgt. Her vil det 
også blive diskuteret om denne sikkerhedsløsning gør sit job tilstrækkeligt. 
Problemformulering 
Hvordan udspiller tillidsrelationen mellem det offentlige og borgerne i Danmark sig, i den digitaliserede 
kontakt mellem disse, repræsenteret ved sikkerhedsløsningen NemID? 
Underspørgsmål  
1. Hvorfor er tillid til IT relevant for borgerne i et digitaliseret Danmark? 
2. Har borgerne tillid til den IT-baserede kontakt med det offentlige? 
3. Hvordan forvalter det offentlige digitaliseringen? 
a. Hvordan blev NemID løsningen udvalgt? 
4. Hvilke svagheder er der i nævnte tillidsrelation og udformningen af NemID? 
Metode 
For at kunne besvare problemformuleringen, vil der først forsøges at finde svar på de underspørgsmål, 
der er stillet op. Disse ses som værende delelementer, der skal besvares, for at kunne give en rimelig 
besvarelse af hovedspørgsmålet, stillet i problemformuleringen. 
Det vil blive struktureret i form af en undersøgelse om hvad tillid er, hvordan det forholder sig til IT og 
hvorfor det er uundgåeligt at have, hvis man vil opnå fordelene fra det, med baggrund i Luhmann og 
Giddens teoriværk. Først vil teorien, der bruges, blive præsenteret, fra hver forfatter. Så vil den blive 
diskuteret i forhold til emnet IT. 
Herefter vil der blive præsenteret tal fra statistiske undersøgelser foretaget af Danmarks Statistik, for at 
vise, i sammenhæng med teoretiske erfaringer, at der ér tale om tillid, fra befolkningen, til den IT-baserede 
kontakt til det offentlige. Disse tal vil blive behandlet med øje for problematikker præsenteret af Kelvyn 
Jones. 
Så vil NemID og digitaliseringsstrategien fra det offentlige blive præsenteret, for at vise hvordan det 
offentlige forvalter digitaliseringen og hvad for en løsning NemID er. Præsentationerne tager udgangspunkt 
i henholdsvis information hentet fra digitaliseringsstyrelsens hjemmeside og fra udgivelser fra det 
samarbejde af offentlige institutioner, der planlægger den fællesoffentlige digitaliseringsstrategi.  
Til slut vil en kritisk artikel fra Ingeniøren blive inddraget, for at udpege de svagheder der er ved NemID 
og svar fra de ovenstående delundersøgelser vil bruges, til at belyse andre svage punkter i tillidsrelationer. 
På baggrund af disse undersøgelser, vil muligheden for at kunne besvare spørgsmålet: Hvordan udspiller 
tillidsrelationen mellem det offentlige og borgerne i Danmark sig, i den digitaliserede kontakt mellem disse, 
repræsenteret ved sikkerhedsløsningen NemID? blive diskuteret og denne diskussion vil så danne basis for 
de konklusioner projektet frembringer. 
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Endelig vil en perspektivering finde sted, for at forklare hvorledes projektet kan bruges og hvilke 
yderligere undersøgelser kunne finde sted, på baggrund af de spørgsmål besvaret i projektet. 
Der er i forbindelse med projektet blevet søgt efter lignende undersøgelser og her blev ikke fundet 
noget fyldestgørende, end ikke noget brugbart for projektet. I forbindelse med litteratursøgningen blev 
også en del andre forfattere på emnet tillid fundet. I henhold til undersøgelsesfeltet og afgrænsningen 
herunder, er det klart hvorfor disse ikke er valgt til. 
Afgrænsning 
Valget af Luhmann og Giddens er funderet i projektets verdenssyn eller videnskabsteori (kritiske 
realisme) om man vil. Samt ud fra en overbevisning om, at kunne destillere kun det mest relevante i forhold 
til tillid til digitaliseret kommunikation med det offentlige, i brugen af disse. Luhmann uddifferentierer et 
operationelt og klart begreb om tillid og relaterer det til tidsforskydelse og den enorme kompleksitet i 
verden. Både kompleksitet og tid er meget relevant i forhold til det komplekse og enorme informations 
teknologi felt, der i sig bærer et kæmpe potentiale for tidsforskydelse og komprimering, et emne som 
Giddens yderligere dækker med sit udlejringsmekanisme-begreb. Giddens fokuserer ligeledes Luhmanns 
eksistentialistiske tilgang og bringer den ind i en mere relevant tid.  
Tilvalget af Luhmann og Giddens, gøres samtidig med et fravalg af en række lignende teoretikere. 
Luhmann behandler også hvordan tillid til legitim politisk magt fungerer og kan også bruges til at dække 
den del af emnet, der relaterer sig til den specifikke tillidsrelation mellem det offentlige og borgerne. 
Projektet afgrænser sig fra at kigge på generel tillid til det offentlige og hvilken indvirkning denne har, men 
vil i stedet fokusere på den relevante tillidsrelation og hvordan den hænger sammen og hvorvidt valget af 
NemID er fornuftigt, denne tillidsrelation taget i betragtning. Forfattere som Robert Putnam og Francis 
Fukuyama er valgt fra, på baggrund af, at deres fokus er meget på demokrati som helhed og økonomi. 
Social kapital er ydermere afgrænset i forhold til projektet, da det vil forplumre det begreb om tillid, der 
ønskes brugt i dette projekt. At social kapital kan spille en rolle i forhold til tillid, er evident, og det begreb 
som er hentet fra Luhmann til brug i dette projekt udelukker ikke denne sammenhæng. 
Hvor overvågning af borgerne er en reel og måske aktuel fare, er emnet overvågning for omfattende til at 
gå i dybden med i forbindelse med dette projekts fokus. Det samme gør sig gældende for både 
identitetstyveri og anden e-kriminalitet. Disse emner vil kun blive nævnt overfladisk som aktuelle farer, der 
er til stede i benyttelsen af internettet og IT til at facilitere kommunikation mellem det offentlige og 
borgerne. 
Begrebsafgrænsning 
Befolkningen er her i projektet forstået ved 16-89 årige, der er i stand til refleksivt at reproducere det 
offentlige system, og som er i stand til bevidst eller ubevidst aktivt at udvælge deres nærværende verden, 
ud fra verdens fulde kompleksitet. 
Det offentlige kan være mange ting, her skal det ses som en ikke specifik, men bestemt samling af stats 
og kommunale instanser, der varetager borgernes interesser, givet ved demokratisk valgt ledelse. Dette 
bliver med en særlig vægt på Digitaliseringsstyrelsen, Regeringen, Kommunernes Landsforening og Danske 
Regioner, som fælles står for udmøntningen af ”Den fælles offentlige digitaliserings strategi” (Regeringen et 
al., 2010, og Digitaliseringsstyrelsen, 2013a). 
Informations teknologi, her i projektet IT, skal forstås som et udtryk for interaktivt computerbaseret 
hardware og software i kombination, og bruges i projektet til at beskrive det medie, som digitaliseringer 
flytter tidligere analoge opgaver til. 
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Et IT-system skal ses som et socialt system, som for eksempel en person eller en organisation (som et 
firma, en regering eller en strikkeklub), der er bundet op i IT for at agere. Altså kan et IT-system være et 
netværk af computere, der er sat op på en arbejdsplads, men ligeledes kan det være en internetkøbmand 
eller et specifikt socialt netværk på en hjemmeside (eller for den sags skyld hjemmesiden i sig selv). Dette 
begreb vil blive brugt en del og den specifikke betydning skal ses i konteksten. 
Tværfaglighed 
Projektet lægger en stor vægt på sociologi, men befinder sig i gråzonefeltet mellem denne og politologi. 
De relevante emner, der bliver undersøgt, er af politologisk karakter. Særligt har undersøgelsen af 
udvælgelsen af NemID en politologisk karakter. Størstedelen af teorien kan klassificeres som sociologisk, 
men er grundlæggende samfundsvidenskabelig og ikke ene-domæne for denne eller hin videnskabsgren. 
Selve emnet lægger sig også op ad psykologi og informatik, idet der bliver behandlet ikke kun en 
samfundsrelateret, men en individuelt generaliseret, tilgang til et specifikt program og en specifik IT 
udfordring. 
Videnskabsteoretisk udgangspunkt 
Projektet er skrevet inden for den videnskabsteoretiske retning kritisk realisme. Ontologisk set 
anderkendes det, at der findes en virkelighed, en faktisk virkelighed uafhængig af hvordan den opfattes. 
Denne virkelighedsdimension kaldes i den kritiske realisme for den intransitive. Samtidig forholder 
projektet sig således epistemologisk relativistisk, altså er der en virkelighed, men der kan ikke opnås en 
komplet og endegyldig sandhed om denne. 
Virkeligheden kan kun tilnærmes vha. at afdække strukturer og mekanismer, som kan give meningsfulde 
billeder og brugbare informationer om virkeligheden. Det er videnskabens arbejde at opstille de mest 
plausible sammenhænge, for at kunne nærme sig virkeligheden. 
Fokus for den kritiske realisme er multikausaliteten, de utallige mekanismer og strukturer der konstant 
påvirker hinanden på det intransitive niveau. Det er disse strukturer og mekanismer man forsøger at 
afdække og forstå, for at skabe ny viden, der igen kan bruges til at afdække nye relevante strukturer og 
mekanismer. Denne proces bliver kaldt for didaktisk vidensgenerering. Der arbejdes med tre niveauer, det 
empiriske, som er det vi observerer, det faktiske, som er de underlæggende fænomener og det dybe, som 
er der hvor multikausalitetens rødder findes og som ikke er umiddelbart observerbare (Buch-Hansen og 
Nielsen, 2012: kap. 8). 
Teori og Videnskabsteori 
Eksisterende teorier forventes ikke lavet inden for den kritisk realistiske skole, for at have bragt brugbar 
transitiv viden til veje, som kan bygges videre på i et forsøg på at afdække yderligere og aktuelle portioner 
af det dybe domæne og hermed bringe ny transitiv viden til veje. 
I hans undersøgelse af tillid, peger Luhmann selv på hvorledes verden er uendeligt kompleks og at man som 
mennesker automatisk forenkler denne verden, da det ikke kan lade sig gøre at tage stilling til den hele 
(Luhmann, 1999: 31ff). Denne indstilling til verden spænder godt overens med den kritiske realismes. Det 
peger på en verden der er reel og uafhængig af vores forestillinger om den, og en anerkendelse af at 
fuldstændige sandheder ikke er mulige grundet verdens enorme og grænseløse kompleksitet. Dog 
fortsætter han med at forsøge at beskrive denne verden, for bedre at forstå den, hvilket også stemmer 
overens med en kritisk realistisk tilgang. Luhmann så nok ikke sig selv som kritisk realist og i perioden han 
skrev bogen var opgøret med positivismen kun lige begyndt (Mortensen, 1999: 7ff). Luhmann præsenterer 
at alt der er afgrænset fra den ydre objektive verden er et socialt system af en art, uanset størrelse eller 
indre kompleksitet, så længe det er afgrænset og ikke uendeligt (Luhmann, 1999: 31ff og 63). Herfra kan 
man udlede at han må mene at hele samfund således også er sociale systemer, hvori den ydre verdens 
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kompleksitet reduceres. Og ud fra denne konklusion ligner Luhmann i høj grad en social konstruktivist, 
sammenlignet med hans overbevisning om at der dog findes en reel verden derude, ligger han nærmere 
den kritiske realisme. Den teori Luhmann danner om tillid er derfor meget gyldig i et kritisk realistisk 
projekt. 
Giddens arbejder ud fra samme aktør/struktur relation som man finder i kritisk realisme, en gentagende 
refleksiv cyklus af påvirkning og reproduktion (Buch-Hansen og Nielsen, 2012: kap. 8 og Kaspersen 2007: 
426ff).  Hans epistemologi ligger ligeledes op af kritisk realisme, i det han beskriver hvorledes den refleksivt 
benyttede viden, vi bruger til at indrette os på verden, er foranderlig. Videnskaben producere ikke viden 
om verden i en uforanderlig og eviggyldig forstand (Giddens 1991a: 31ff). Ligeledes arbejder Giddens med 
at afdække funktioner og beskrive relevante sammenhænge i det aktuelle samfund og i denne funktion kan 
hans teori benyttes som redskab, til at afdække relevante informationer om det dybe niveau. Giddens 
nævner ikke specifikt hvordan han forholder sig til verden ontologisk, i det materiale gennemgået i forhold 
til dette projekt. Det kan derfor være svært at vide præcis hvor man skal placere Giddens 
videnskabsteoretisk, men hvorvidt han mener at verden er der og er reel uanset vores observationer, 
optages han af og behandler det sociale og de funktioner og relationer der er at finde her. Derfor spænder 
han godt overens med projektets videnskabsteori. 
Videnskabsteori i Metoden 
Kvantitativ metode, brugen af statistisk, viser noget på det empiriske niveau, som ved hjælp af teorier 
om det faktiske niveau, kan vise relevante mekanikker og strukturer fra det dybe niveau (Jones, 2011: 
202ff). Data om danskernes brug af IT, når de bliver kædet sammen med teori om tillid, viser hvordan den 
egentlige tillidsrelation hænger sammen. Det giver dermed mulighed for at relatere dette til det offentliges 
valg af NemID og tilvejebringe ny transitiv viden. 
Teori 
Niklas Luhmann 
Niklas Luhmann skriver i 1968 ”Tillid – en mekanisme til reduktion af social kompleksitet”. På 
tidspunktet er Luhmann ansat ved Bielefeld, et universitet med formålet at bringe nytænkning til en 
stagneret universitetsverden, meget lig RUC i Danmark. 
Luhmann går radikalt til værks. Han skiller tillidsbegrebet ad og samler sig et, der er helt klart defineret, i et 
ønske om at give videnskabens forståelse af tillid en mulighed for, på lige vilkår, at kunne indgå i en 
fornuftig dialog med etikken og hverdagens begreber om tillid. Det relevante for ham er, at man tager helt 
grundlæggende fat og baserer tillidsbegrebet i et begreb om kompleksitet, særligt social kompleksitet, som 
han uddyber grundigt (ibid.:29ff). I denne uddybelse giver han grundlaget for at kunne bruge tillidsbegrebet 
og afledte funktioner på både individer og i sociale systemer (ibid.: 34).  
Luhmann specificerer yderligere at en teori og tillid forudsætter en teori om tiden. Han udvikler herefter et 
specifikt tidsbegreb, funderet i blandt andet Talcot Parsons og Edmund Husserl (ibid.: 39ff).  
Tillidsanalysen er på én gang utroligt filosofisk og stringent metodisk i sin behandling af emnet. Der bliver 
gået til en eksistentialistisk rod og derefter systematisk fremskrevet hvorledes tillid er relevant for den 
menneskelige oplevelse og dets virke i samfundsmæssige strukturer. 
Social kompleksitet 
Social kompleksitet skal forstås som den variable mængde af muligheder til stede i verden, for en person 
eller organisation. Det skal ses som et udtryk for alt det, der spiller en rolle, lille eller stor, på et aktuelt 
øjeblik eller en aktuel handling. Kompleksiteten er til stede i verden hele tiden, men bliver gennem en 
række handlinger og indstillinger medieret således, at de enkelte mennesker kan håndtere denne 
kompleksitet, i en reduceret og mere overskuelig form (ibid.: 31ff).  
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Reduktion af kompleksitet foregår for både individer og grupper, da begge anses som værende et socialt 
system, der definerer sig selv internt og er i stand til selektivt at udpege en omverden. Altså vælges der 
hvad i ens nærverden man vil fokusere på. Et socialt system skal altså her ses som værende et afgrænset og 
internt defineret system, der ikke har den samme kompleksitet og uendelige mængde af muligheder den 
obligatoriske verden har (ibid.: 33ff).  
Luhmann argumenterer for at alle interne processer i et socialt system (personligt eller organisatorisk) er 
kompleksitetsreducerende idet de selektivt indsamler og behandler data relevant for systemet og her 
substituerer den enorme kompleksitet i den objektive verden med en indre orden (ibid.: 63). Et system 
udvælger altså sit eget udsnit af den objektive verden og bearbejder, til forestillinger om hvordan verden er 
og dermed hvad der er relevant i verden, som så bliver genstand for skiftende fokus. Og herigennem 
dannes det verdensbillede, der danner grundlag for fortrolighed. 
Kompleksitetsbegrebet vil bruges i forbindelse med en sammenligning af den kompleksitet der ligger i IT 
og IT-systemer. 
Det tidslige problem 
Luhmann ser tiden som et paradoks imellem to anskuelser. En hvor en begivenhed har en fast tid, der 
bevæger sig fra fremtiden, gennem nutiden og ind i fortiden. Tiden anskues her som en række af 
begivenheder (Ibid.: 41). Den anden anskuelse er beståen, hvor noget er uafhængigt af tidernes skiften. Da 
alt fremtidigt ikke er sikkert og alt forgangent er genstand for ny kontekst, kan beståen kun anses som 
værende noget nutidigt, der bliver bestående gennem nutidige forventninger og erindringer (Ibid.: 41f). 
Luhmann benytter sig af kombinationen af disse, til at komme frem til at tillid funderer sig i nutiden. Det 
kan kun vindes og gives i nuet, men det omhandler sig fremtiden (Ibid.: 43ff).  
Luhmann beskriver hvorledes der skelnes mellem nutidige fremtider og fremtidig nutid (Ibid.: 44). Altså en 
forskel mellem hvad er muligt og hvad bliver muligt. Tillid bruges altså i nuet, men drejer sig om en 
ønskværdig fremtidig nutid, noget vi ønsker bliver muligt. 
Tillid styrker nutidens forståelse og evner til at reducere kompleksitet, men skal ikke misforstås som 
værende delagtig i, at gøre en bestemt fremtid til virkelighed, tilliden giver blot en anskuelsesvinkel på de 
nutidige fremtider (ibid.: 45).  
Tidsforståelsen fra Luhmann, skal her bruges til at kæde sammen med Giddens’ udlejringsmekanisme-
begreb. Særligt i forbindelse med adskillelsen af tid og rum, for at kunne behandle det aspekt af IT og IT-
systemer der er forbundet hermed.  
Fortrolighed og tillid 
Fortrolighed skal ses som værende knyttet til vores verdenssyn, forbundet med hvad vi har oplevet og 
hvad vi kender. Luhmann beskriver hvordan vi opretholder vores verdenssyn, ikke gennem en fuldstændig 
ens opfattelse af verden, men gennem at mediere de differencer og meningsforskelle vi oplever hos andre 
mennesker, ved at tillægge disse forskelle de andre mennesker eller sociale systemer i stedet for en verden. 
Således bibeholder man også fortrolighedens funktion til reduktion af kompleksitet (Ibid.: 51ff).  
Hvor tillid kun er til stede i en aktuel nutid men anskuer fremtiden, er fortrolighed ligeledes kun til stede i 
nuet, men omhandler fortiden (ibid.: 53f). Det er på baggrund af en fortrolighed at tillid gives (ibid.:54). Der 
forudsættes altså noget bekendt og pålideligt før der kan gives tillid. Tillid er dog ikke en følge af fortiden, 
men snarere er det en risiko taget ud fra en forventning funderet i det fortrolige. Fortrolighed og tillid 
komplimenterer altså hinanden i at styrke reduktion og absorption af kompleksitet (ibid.).  
Ved generalisering lader det sig gøre at benytte tillid i relation til det der ligner det fortrolige, og ved 
bekræftelse af denne tillid opbygges en større tolerance for forskelle til de tidligere oplevelser (ibid.: 62f). 
Man internaliserer usikkerheden og reducerer dermed dens kompleksitet (ibid.) og ved at generalisere 
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tidligere oplevelser til den pågældende situation, vælger man argumenter der understøtter en tillidsfuld 
handling og skaber derfor en indre sikkerhed i systemet, som er meget mindre kompleks end en ydre 
sikkerhed. 
Man kan se det grundlag for tillid som fortrolighed er, som værende netop det der bliver dannet en større 
base af, når man bliver gentagende bekræftet i sin tillid. 
Luhmann argumenterer for at tillid er indlært og overføres gennem generalisering og yderligere indlæring 
op igennem barndommen og den socialiseringsproces familien står for (ibid.: 65f). Herunder uddybes det at 
man ikke har fuld forståelse for de læringsprocesser, der sætter et barn i stand til at drage sammenligning 
fra en bekræftet tillid til sin moder, med sin fader eller andre familiemedlemmer og derefter igen videre til 
fremmede (ibid.). Det menes, at der er mere at undersøge, i forhold til hvordan tillid læres og læres at 
læres (ibid.). Luhmann uddyber herefter også hvorledes tillid og mistillid dannes kontinuerligt ud fra nogle 
ikke på forhånd givne grænser, som findes ved tilbageblik på de forstyrrelser i situationer hvor tillid eller 
mistillid blev givet (ibid.: 66ff). 
Luhmanns begreb om fortrolighed er altså forbundet med tidlig indlæring og formning af sindet. Det er 
en base af viden og oplevelser, hvorfra vi bygger vores tillidsbroer. Fortrolighed bliver her brugt forbundet 
med Giddens’ ontologiske sikkerhed, til at diskutere hvorledes de, der er vokset op med IT, er anderledes 
indstillet til denne, end de som ikke har. 
Tillid generelt 
Citatet på projektets forside er på mange måder essensen af Luhmanns tillidsbegreb. Det peger på tids- 
og kompleksitets- problematikken, når det forklarer hvorledes man ikke har de fornødne informationer. 
Ligeledes peges der på hvorledes man bevæger sig ud på tynd is, når man er nødsaget til at forme 
tillidsrelationer. 
Denne proces af at handle trods manglende information involverer at internaliserer ydre kompleksitet, ved 
at benytte sig af generalisering på baggrund af fortrolighed og ved at skabe symbolske argumenter 
(uddybes herunder) for og imod i forbindelse med en satsning af tillid (ibid.: 71).  
” Tillid er og bliver et vovestykke. ” (Ibid.: 62) Således skriver Luhmann. Med dette menes der, at tillid i bund 
og grund ikke handler om sandsynlighed eller sikkerhed, men om at have et grundlag hvorpå man tør 
risikere handlinger. Ved at sætte tillid i et andet giver man dette andet tid og mulighed til at forråde en eller 
handle som forventet, men man reducerer mængden af bekymringer, ved at træffe et begrundet valg. Tillid 
gives i håb om succes, men denne succes kan først opnås efter der er handlet eller den kan forrådes (ibid.: 
62).  
Tillid er ikke nødvendigt hvor fremtiden i rimeligt omfang kan beherskes gennem midler som penge, magt, 
sandhed eller sociale mekanismer. Jo større kontrol man har med disse førnævnte instrumenter, jo større 
mulighed har man for at udskyde beslutninger der kræver tillid. Beherskelse af begivenheder og tillid, anses 
som værende to ligeværdige metoder til reduktion af kompleksitet (ibid.: 48f).  
Tillid og håb bliver også adskilt i Luhmanns analyse. Tillid er at stille sig sårbar over for at andre kan handle 
frit og utilsigtet, hvor håbet er at være fortrøstningsfuld i forbindelse med disse risici (ibid.: 60). Tillid kan 
også gives uden videre omtanke: 
Den, der nu til dags begiver sig ubevæbnet ud mellem sine medmennesker, har tillid 
til dem uden at overveje det alternativ alvorligt at tage et sværd eller en pistol med 
(citat, ibid.: 60, l. 21-22). 
Eksemplet viser en tillid velfunderet i rutine og fortrolighed, her er yderligere refleksion ikke nødvendig. 
Tillid er dog ikke nødvendig i alle sådanne forventninger, men kun hvor andres handlinger har betydning for 
en selv, samt har mulighed for at skuffe de forventninger man har, i en sådan grad at man fortryder sin 
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egen handling (ibid.). Som for eksempel at det viser sig at man havde brug for en pistol eller et sværd netop 
den dag. 
Når man forskyder den ydre kompleksitet til en indre fortolkning af verden, internaliserer man de risici der 
er forbundet med tilliden, man giver som tidligere nævnt argumenter funderet i en indre forståelse for at 
skabe en indre sikkerhed (ibid.: 62ff).  
Denne indre sikkerhed beror på to modsat rettede funktioner. Den ene, er hvor det har for vidt strækkende 
konsekvenser for systemet, til at kunne tillade at forestille sig at tilliden kunne blive forrådt, da det vil 
kræve tid og ressourcer til genopbygning, som ikke er til rådighed. Den anden funktion er hvor et brud på 
tillid kun vil forårsage acceptable skader på systemet og tillidsobjektet kan udskiftes med noget tilsvarende. 
I begge tilfælde er tilliden bygget på den interne informationsindsamling og –bearbejdelse (ibid.: 64).  
Luhmann skriver om hvordan sanktionsmuligheder kan fungere til både at nedbryde tillid og understøtte 
den. Det er under ugunstige omstændigheder eroderende for tillidsrelationen at sådanne er til stede, det er 
mest i forbindelse med enten fremmede eller meget nære relationer hvor sanktionsmulighederne er 
udtalte (ibid.: 76ff). De gunstige omstændigheder kan findes hvor tillidsgiver og modtager opererer inden 
for samme system og er gensidigt afhængige, interdependente, hvor disse ved at de skal mødes 
gentagende gange og handlingerne vil skiftende falde ud til enten den enes, den andens eller begges fordel 
(ibid.:77f). 
Sanktionsmuligheder strukturerer motivationer og formindsker uvisheder, men hjælper os til at 
vedlægge skyld i forbindelse med forfejlet, utilsigtet handling, om den fremstår som ens egen, eller andres 
skyld (ibid.: 78). Her beskriver Luhmann en moral der ligger ud over lovgivningen, som både er 
differentieret og fintfølende, men alligevel kan forudsiges i rimelig grad, hvor man kontroltabet bedømmes 
på baggrund af hvor letsindigt eller nødvendigt det har været. I forståelsen af denne moral, ligger der 
mulighed for at sikre sig imod sociale følger for malplaceret tillid (ibid.:), således at man ikke føjer spot til 
skade, ved at man tilbageholder tillid i situationer hvor det kan anses som værende letsindigt ud fra 
moralen i den konkrete samfundsorden. Her kan man spore informationsproblematikken i roden af tillid 
igen. Man kan ikke opnå den nødvendige information, men kan i stedet forskyde problemet ind i en 
kontekst af samfundsnormer og dermed finde holdepunkter og grundlag for sin tillid, der hjælper til sikring 
af denne (ibid.: 79).  
Det bliver beskrevet i detaljer hvorledes personlig tillid opbygges, og hvilke elementer af risici og 
forstyrrelser kan opstå her (ibid.: 81ff). Relevansen for projektet her er meget lav og dette vil ikke blive 
behandlet yderligere. Luhmann slutter på sit kapitel om personlig tillid, at denne form af tillid nok spiller en 
større rolle i det moderne samfund end det lader til. Men det er klart at denne ikke danner grundlaget for 
hele vores beskæftigelse med et meget komplekst og differentieret samfund, hvor der ganske enkelt ikke er 
tid til at danne personlige tillidsrelationer til alle vi interagerer med, og derfor opstår et behov for andre 
former for tillid (ibid.: 91f). 
I forbindelse med personlig tillid, diskuterer Luhmann tillidsværdighed (ibid.: 111ff). Her er igen en lav 
relevans for projektet, da disse sammenhænge ikke er direkte brugbare i et systemtillidsperspektiv. 
Afsnittet om generel tillid ligger til grund for systemtillid og sammenligninger med Giddens begreb, samt 
vil blive brugt i forbindelse med at identificere den tillidsrelation projektet efterlyser viden om. 
Systemtillid 
Flere steder skriver Luhmann om hvordan social orden eller omverdenens strukturer har betydning for 
vores tillidsrelationer (f.eks. Luhmann, 1999: 72), men han definerer også at disse strukturer og denne 
orden, i sig selv er sociale systemer. Det præsenterer et problem for at forstå systemtillid, for som tidligere 
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nævnt er alt hvad der er afgrænset fra den uendelighed af muligheder der er i den objektive verden, et 
socialt system. Det skal altså forstås som værende vitterligt alt, fra individuelle mennesker og op til den 
samling af, yderst løst kulturelt konforme samfund – kaldet ”vesten”. Systemtillid her skal ses som værende 
tilegnet større og mere komplekse systemer, end de personlige individuelle. 
Større og mere komplekse sociale systemer er kun mulige at anskue facetter af, derfor mister de noget af 
det bekendte og selvfølgelige, i takt med udvidet størrelse og kompleksitet. Samtidig opstår et behov for 
større kontrol med fremtiden i kraft af et større behov for koordination, altså et øget behov for tillid. Denne 
tillid kan ikke længere forankres i fortrolighed, da denne er eroderet grundet systemets størrelse og 
kompleksitet (ibid.: 54f).  
Luhmanns løsning her at pege på en anden form for tillid, systemtillid, som snarere er bundet til et systems 
selvfremstilling, end til et emotionelt grundlag (ibid.: 57). Altså skal vi se på systemtillid som værende et 
mere bevidst valg end den personlige tillid der er bundet op på følelser. 
Det bekrives at det er den tidligere nævnte interdependens, som gør det muligt for større komplekse 
systemer at operere på gensidig tillid. Det er den indre interdependens i systemet der gør det afhængigt af 
tillid og det er denne tillid der giver det mulighed for at operere stabilt (ibid.: 78f).  
Af Luhmann præsenteres tre eksempler på system tillid, til penge, sandhed og politisk magt (ibid.: 95). 
Disse er meget komplekse og uddifferentierede systemer (ibid.: 94f), men bruges til at eksemplificerer 
hvorledes systemtillid opererer på forskellige og ensartede måder. Disse mekanikker præsenteret kan også 
bruges i andre sammenhænge. 
Om pengesystemet gælder det at det er abstraktion af mulige byttehandler. Det giver i sig selv en mængde 
frihed i handlinger, da det giver adgang til et selektivt valg af omstændigheder for brug og anskaffelse af 
penge (ibid.: 95). Det gælder også at penge er et symbol på økonomien som helhed og giver den enkelte et 
udsnit af denne (hvor end lille og ubetydeligt) (ibid.: 96). Tilliden til penge ligger ikke hos den enkelte bruger 
af systemet, men hos systemet i sig selv. Det er tillid til at systemets processer og egenskaber i sig selv er 
stabile og pålidelige (ibid.:96). Denne systemtillid skal ikke forsvares gennem indre garantier og overvejelser 
om hvorvidt der er noget tillidsværdigt i penge er ikke nødvendige, da tilliden her bliver indlært og 
bekræftet løbende og kontinuerligt (ibid.:96f). Luhmann mener at dette gør den usammenligneligt lettere 
at lære, men samtidig uendeligt meget sværere at kontrollere. Han argumenterer for at det ikke bare 
kræver specialiseret indlært viden og et betydeligt tidsforbrug, men også en skarp årvågenhed og atypisk 
højt intellekt at være blandt de få, som er i stand til at beherske de begivenheder, der er udslagsgivende for 
tillidsspørgsmålet (ibid.:97). Luhmann kalder den tillid, der gives til et system som dette, nærmest 
automatisk og påpeger at den, som har tillid til systemet må se sig prisgivet i forsøget på at forstå det 
system han er afhængig af. Ude af stand til at korrigere systemet, endog i høj grad at kontrollere det, er det 
sammenligneligt med tvangsforestillinger (ibid.). Her skabes der en sammenhæng mellem penge og vished, 
i kraft af muligheden for at kunne forudsige løsningsmuligheder på ubestemte, højst forskellige og endda 
ukendte (eller uovervejede) fremtidige problemer, altså erstatter pengene vished i disse situationer (ibid.: 
97 og 98). Mediet penge er en kompleksitetsreducerende instans for den enkeltes situation og behov (ibid.: 
98).  
Det andet eksempel, sandhed, er ikke funderet i en endelig og objektiv og uforgængelig forståelse af dette 
ord, men snarere i transfereringspotentialet af de meninger, der kaldes derfor. Altså drejer det sig om 
intersubjektiv transfereringsbar behandling af information. Information godtaget på baggrund af andres 
særlige vilkår for at forstå dette bedre end du selv gør (ibid.:98ff).  
Sandhed er det grundlæggende i intersubjektiv kompleksitetsreduktion, og kræver af dem, som bliver 
konfronteret med en sådan sandhed, at den må accepteres hvis man ønsker at fremstå som at begribe 
verden, lig de der mener denne sandhed. Reduktionen af kompleksitet sker når to, der interagerer i lyset af 
en fælles sandhed, underforstået ved at deres interaktion kan kvalificeres af en tredjepart (ibid.:99). 
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Igennem sandhed, hentet hos andre, er det muligt for den enkelte at gøre brug af en langt større del af en 
overmåde kompleks verden, men kun når den igennem andre allerede er simplificeret og let tilgængelig. 
Herefter kan man vide hvem, der ved hvad man har brug for at vide og derigennem absorbere en langt 
større kompleksitet end ellers muligt for den enkelte, med kun egne ressourcer (ibid.).  
Luhmann udpeger at denne tillid ikke kan være funderet i personlig tillid til den repræsentant for den 
holdning du interagerer med, men må gives til handlingssystemet; selve måden hvorpå informationer bliver 
behandlet til at opnå sandheder (ibid.), som når der gives kurser i videnskabelig metode på instanser såsom 
RUC. Der bliver skabt noget specialiseret indlæring og eftervisbare evner, som således giver en funktionel 
autoritet (ibid.). Denne autoritet kan så give anvisninger om sandhed, som man er klar over ikke er 
repræsentativ for en reel verden, men for en menneskelig behandling af information om denne. Og 
ydermere er denne behandling principielt mulig at efterprøve, men ikke nødvendigvis uden ekspertise, 
lignende den autoriteten besidder. Så derfor bliver det nødvendigt at have tillid til dem, der har evner og 
mulighed for at teste en autoritets sandhed og dermed sætte lid til endnu en autoritet og yderligere dykke 
ned i tilliden til sandhedssystemet. Dette er kun muligt hvor der ikke er tale om sandhed, der principielt er 
tilgængelig for alle (ibid.: 99f). Tillid til sandhed efterlader dig i en nødvendighed af at tage andres ord for 
gode varer og åbner op for farer om forkert information. Yderligere er tilliden til sandhed abstrakt, da 
meget information præsenteret for os, i virkeligheden er kæder af information, hvor det kun er det yderste 
led vi kommer i kontakt med (ibid.: 101). Det er derfor ikke den RUC studerende der gives tillid, når dennes 
rapport læses, men hele systemet af informationsbehandling som rapportens informationsbearbejdning 
bygger på.  
Tillid til legitim politisk magt, er i modsætning til tillid til det monetærer system og tilliden til den 
informerede autoritet ikke decentraliseret. Den har et specifikt og centraliseret udtryk, i form af den 
aktuelle politiske og administrative organisation, der træffer bindende beslutninger på vegne af et højt 
differentieret samfund (ibid.: 102). Tilliden til denne lader sig gøre, ved at suveræn magt er mulig at udøve, 
men at rimelige grænser for denne opretholdes. Dette er en overdreven simplificering; i stedet skal tillid til 
magt ses mere som eksisterende i form af mange små dele og i kraft af disse. Altså netop på grund af en 
beslutningsproces med mange små led, der alle hver især kan observeres, og ikke er vilkårlige, kan magt 
virke tillidsvækkende (ibid.:103f). Tilliden er funderet i både muligheden for udvisning af en generel 
mening, gennem valgafholdelse og gennem tillid til det politiske system, idet man fortsat bliver i landet og 
forventer at være i stand til at føre et rimeligt liv der. Den første form er ikke særligt effektiv, men meget 
specifik og den anden utroligt diffus, men kan have meget voldsomme konsekvenser. De er kunstigt 
adskilte her, men er i virkeligheden sammenhængende og bringer en stabilitet til tilliden, samt komplicerer 
tillidsspørgsmålet yderligere (ibid.:104).  
Afhængighed af disse systemer er så klar, at det må forstås hos den enkelte, men samtidig er det ikke så 
enkelt at forklare fra et subjektivt standpunkt som personlig tillid og derfor antager de store 
reduktionsmekanismer, eksemplificeret her, en latent form, som styrker deres selvfølgelighed (ibid.: 107f). 
Systemtillid i modsætning til personlig tillid er lettere at lære, men sværere at kontrollere (ibid.: 97). 
Større og mere komplekse systemer bliver til kommunikationsmedier, der giver kommunikationen, inden 
for deres givne område, kapacitet for en kompleksitetsreduktion, som forudsætter tillid fra deltageren i 
systemet (ibid.:104). Enkeltstående tilfælde af tillid er her ikke nok, men en generel tillid er krævet og bliver 
opretholdt i forhold til højkomplekse systemer (ibid.: 105). Dog kan denne tillid ikke være uden reelt 
grundlag. Det skal altså være brugbart i en grad, hvor man i normale tilfælde ikke rationelt bør undgå 
tilliden, som set eksemplificeret ovenfor (ibid.). Dette skaber en dobbelt tillid, idet der er tillid til at 
systemet kan benyttes når nødvendigt og til at det generelt fungerer (ibid.). Ved at der ikke normalt 
adskilles at systemet kan benyttes i nødvendige tilfælde og fungerer generelt, opstår muligheden for 
Alexander T. Eklund 4. Semesters projekt Efterår 2013 
16 
 
generalisering mellem højkomplekse systemer (ibid.: 105f).  
I overflødiggørelsen af indre garantier, ved den fungerende interaktion og enkle indlæring, hvor kontrol 
vanskeliggøres, bliver tilliden diffus, men også modstandsdygtig. Faktisk er den næsten immun over for 
småskuffelser, som ellers ville være nok til at ødelægge en personlig tillid (ibid.: 107).  
Når systemer besidder magt og penge er de i stand til at udsætte beslutninger, men garanterer dem inden 
for visse parametre, i kraft af at kunne forudsige problemløsning på ukendte problematikker, der kan løses 
med disse midler (ibid.: 106). Det kan købe sådanne systemer tid og dermed mulighed for at arbejde mere 
komplekst og derigennem gøre det muligt at tilpasse sig verden på et mere komplekst niveau (ibid.). 
Ligeledes er sandhed i stand til, i det omfang den holder stik, at give vished om hvilke ting der bliver 
påvirket af hvilke handlingsmuligheder (ibid.). Grad af tillid påvirker denne reaktionstidsgevinst, således at 
tillid udvider tidshorisonten, men tab af tillid indskrænker den (ibid.).  
Fagviden er i høj grad nødvendig for at kunne kontrollere systemtilliden, men også tidslige ressourcer 
spiller en rolle. I specifikke sammenhænge er det kun muligt at kontrollere den for folk, hvis hovedopgave 
netop er kontrol af tillidsværdigheden ved et system (ibid.: 108), f.eks. ankenævn, forbrugerråd etc.. 
Slutteligt er systemtillid tillid til eksplicit valgte systemhandlinger og –ydelser og adskiller sig her, uanset 
hvor latent og automatisk den kan være, fra fortrolighed (ibid.: 110). 
Systemtillid er hos Luhmann også tæt forbundet med en refleksiv styrkelse af tilliden. En tillid til tilliden. 
Herunder udpeger han tre former, hvor den ene er den systemtillidsmæssige. Tillid til højkomplekse 
systemer beror på en fælles tillid til disse, og hermed en tillid til andres tillid til systemet (ibid.: 117ff).  
Herunder konkretiseres det også at de tidligere nævnte højkomplekse systemer, penge, magt og sandhed, 
bliver lært som adfærd og på denne vis bliver deres risiko, og også deres refleksivitet, latent. Dette er en 
reducerende faktor på den angst, der kan opstå i forhold til disse systemers mulighed for nedbrydelse 
(ibid.). Luhmann relaterer denne refleksivitet til flere ting i samfundet og til samfundets opretholdelse i sig 
selv (ibid.). 
Dette bruges særligt i forbindelse med at pege på hvilken tillidsrelation, der eksisterer mellem borgerne 
og det offentlige og hvorledes tillid til IT-systemer udspiller sig. 
Tillid og mistillid 
Det er ikke muligt for noget menneske kun at forholde sig positivt over for ethvert andet i enhver 
henseende, ej heller er det muligt at indstille sig komplet negativt over for verden. Så generel en holdning 
ligger sig fortroligheden til, behandlet ovenfor. Derfor mener Luhmann altså at det er normalt at benytte 
sig af både tillid og mistillid, til specifikke tillidsproblemer, i en konstellation der er sammensat for den 
enkelte, gennem personlig og samfundsmæssig præference (ibid.: 126f). Enkelte tilfælde bliver oftest 
vurderet ud fra det tilfældige førstehåndsindtryk og ubestemte fordomme, hvor der udvælges hvilke 
beviser og variabler der er relevante for det enkelte system/individ (ibid.: 131).  
Det er både relevant for tillid og mistillid, at den er funderet i den indre informationsbearbejdelse og 
fortrolighed (ibid.: 64f og 127f). Den er således både primært emotionelt valgt og primært bevidst valgt. 
Den er ikke specifik, men diffus. Den er baseret på udvalgte egenskaber hos tillids- eller mistillidsobjektet. 
Og den relaterer sig til samme objekt på lignende måde ved forskellige situationer (ibid.: 64f).  
Luhmann mener at tillid og mistillid ikke blot er hinandens modsætninger, eller rettere mistillid er ikke blot 
manglen på tillid, men en funktionel ækvivalent af tillid. Og derfor kan og må der vælges mellem tillid eller 
mistillid, i situationer hvor en tillidsfuld reduktion af kompleksitet er nødvendig (ibid.: 125).  
Forskellen på tillid og mistillid ligger i at risikere negative i stedet for positive forventninger, trods 
komplekse muligheder (ibid.). Og mistillidsfuld livsførelse muliggøres af kampstrategier, likviditetsstrategier 
og forsigtighedsstrategier. Disse bevirker at bevidsthed om mistillid kan gå tabt og blot blive anskuet som 
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normale handlingsmønstre eller rutine (ibid.: 126). Mistillid kan dannes på et endnu mere begrænset 
informationsgrundlag end tillid og indeholder en manglende vilje til at udvide dette informationsgrundlag 
(ibid.). Her ville også kunne drages den sammenligning at selv om forsigtighedsstrategier kan være en del af 
tillid, bliver de her brugt i lyset af en vilje til tillid og mere information. Idet der efterlades meget lidt plads 
eller vilje til at udforske og tilpasse sig verden, anser Luhmann denne for at være den mere psykologisk 
belastende af de to (ibid.).  
Grænsen mellem tillid, fortrolighed og mistillid (og grader af disse) eksisterer i tærskler. Egentlig er det en 
proces af mange små hændelser/forstyrrelser, men denne kompleksitet bliver reduceret til en erkendt 
tærskel, idet denne bliver oplevet som overskredet (ibid.: 128f). Overgang fra tillid og fortrolighed er lettere 
end overgangen den anden vej, funderet i at mistilliden altså har et mere begrænset omfang af yderligere 
informationsindsamling. Luhmann mener at mistillid, og heraf afledt mistillidsfuld selvfremstilling, avler 
mistillid (ibid.: 129ff).  
Inden for større sociale systemer, bliver denne forøgelse af mistillid problematisk og det er nødvendigt at 
benytte forskellige muligheder for at henkaste den til enkelt tilfælde i stedet for generel indstilling. Også 
straf, bod og tilgivelse bruges til at minimere ekspansiv mistillid. Disse systemer garanterer ikke en komplet 
mitigering af mistilliden, men reducerer udviklingen og dermed ødelæggelsen af systemet (ibid.: 132f). Her 
ses noget af det relevante i forbindelse med den tidsgevinst højkomplekse systemer kan vinde, behandlet 
ovenfor, altså at muligheden for opretholdelse af systemet ligger i at kunne opbygge en tillidskapital og 
mitigerer mistillid. 
Forståelsen af mistillid, præsenteret her, ligger til grund for hvordan mistillid vil bliver behandlet i 
projektet. Og hovedsagligt vil det spille en rolle i problematiseringen af hvorledes NemID spiller ind på det 
offentliges behandling af tillidsrelationen til borgerne. 
Anthony Giddens 
Hos Giddens spiller tillid også en stor rolle og mange af hans observationer er meget lig dem man finder 
hos Luhmann. Nils Mortensen bringer dette op i introduktionen til hans oversættelse af ”Tillid – en 
mekanisme til reduktion af social kompleksitet” (Luhmann, 1999). Han hævder endda at Luhmanns 
tillidsanalyse spiller en langt større rolle hos Giddens end denne lader vide (Ibid.: 9).  
Der er klart sammenhæng mellem deres begreber om personlig tillid, tillid til systemer og forståelse af 
fortrolighed. Begge forfattere kæder tillid og risici sammen, med lignende forståelse af hvordan tillid er 
nødvendig for at kunne begå sig i en kompleks verden(ibid.).  
Giddens kæder sin analyse af tillid sammen med resten af sin analyse af det senmoderne samfund. Hans 
tillidsbegreb må derfor anskues i en sammenhæng med hans begreber om udlejring, refleksivitet og 
dualitet mellem aktør og struktur. 
Refleksiv Dualisme 
Giddens kritiserer tidligere samfundsteori for at have lagt vægt på enten struktur eller aktør som den 
dominerende faktor i samfundet. Han peger i stedet på at der er en dualitet mellem disse, hvor aktører 
refleksivt reproducerer strukturer. Altså skal man anskue samfundet som bestående af en dialog mellem 
struktur og aktør, der konstant reproduceres og forandres (Kaspersen 2007: 426ff). Her kan der drages en 
lighed til Luhmanns forståelse af hvorledes man refleksivt forholder sig til emner, som dog er et mere 
enkelt refleksivitetsbegreb (Luhmann, 1999: 177ff), end det begreb Giddens præsenterer. Dette er mere 
generelt relateret til det moderne og agentur (Kaspersen 2007: 432ff). Det modernes refleksive karakter er 
funderet i selve struktur/aktør relationen og ved Giddens’ kyndige agentbegreb. Giddens mener her, at 
hvad der sker i vores daglige rutiner, ingen direkte sammenhæng har med hvad der var før, andet end i 
tilfældet at dette kan forsvares i lyset af den tilstedeværende viden (Giddens 1991a: 38). Det er altså en 
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betingelse for social praksis i det moderne at den er underlagt kontinuerlige refleksioner om dennes 
validitet og udformning (ibid.).  
Giddens beskriver individet som en kyndig agent, som er den, der står for den reproduktion af strukturer, 
der finder sted i hans strukturdualitet. Denne agents handlen deler Giddens op i en praktisk bevidsthed og 
en diskursiv bevidsthed. Den praktiske bevidsthed sætter agenten i stand til at handle velvidende hvordan, 
men uden af kunne redegøre for, de processer der sætter os i stand til det. Den diskursive bevidsthed er 
hvor agenten kan italesætte sine handlingsmønstre og dermed aktivt ændre disse. Til sidst beskriver 
Giddens et ubevidst niveau, der er adskilt fra de to andre niveauer, hvor agenten handler ud fra fortrængte 
eller ubevidste motiver og processer (ibid.: 429ff.) Sammenholdt med Luhmanns tillidsanalyse, beskrevet 
ovenfor, beskriver dette kyndige agentbegreb udmærket hvorledes der er bevidste, latente og ubevidste 
del-egenskaber ved de interaktioner der relaterer sig til tillid. 
Giddens’ samtidsanalyse er baseret i 1) en adskillelse af tid og rum, 2) udlejringsmekanismer og 3) 
modernitetens refleksive karakter (ibid.: 433). Adskillelsen af tid og rum skal ikke forstås som at der ikke er 
en sammenhæng mellem de to, men skal ses som et udtryk for at restriktioner for handling udgjort af tid og 
rum er i opløsning (Ibid.). For eksempel; med moderne teknologi kan du være ét sted mens du med meget 
lidt eller ingen forsinkelse influerer et andet sted. Du kan få adgang til informationer eller anskue 
handlinger, som foregår på den anden side af jorden og du kan med utrolig hast selv ankomme dér, uden at 
miste kontakten til hvor du kom fra. 
Her i projektet hænger den refleksive dualisme sammen med en forståelse af, at vi er med til at 
reproducere og har mulighed for, idet vi reflekterer over denne reproduktion, at påvirke de 
samfundsrammer vi handler inden for. Altså er udformningen og brugen af IT-systemer delvist formet af os, 
brugerne, og delvis af de rammer der gør sig gældende for de enkelte IT-systemer. 
Udlejringsmekanismer 
Udlejring er oversat fra ’disembedding’ som er konstrueret af Giddens. Det beskriver processen hvor en 
social relation fjernes fra en lokal og bundet sammenhæng, og gendannes i en global relation, trodsende tid 
og rum (Giddens, 1991a: 21ff).  
Udlejringsmekanismer er således systemer, der iværksætter ovennævnte proces. Disse inkluderer 
symbolske tegn, ekspertsystemer, tillid og viden (set her som underlagt foranderlighed) (ibid.:54). Disse er 
med til at forstærke og reproducere det modernes refleksive natur og skaber en yderligere distancering af 
tid og rum. Alle sådanne mekanismer er ifølge Giddens afhængige af tillid (ibid.: 26). Her ses der en meget 
klar sammenhæng med Luhmann, som også Sztompka peger på i sin behandling af tillid (Sztompka, 1999: 
40). Luhmann forudser et stigende behov for tillid i samfundet, for at kunne håndtere den kompleksitet 
som bliver forlangt. Dette bliver så understøttet af Giddens, når han beskriver hvorledes det er en 
uafværgelig nødvendighed at sætte lid til upersonlige systemer og anonyme andre, i en kontekst af 
udviklingen af flere og flere abstrakte systemer (Sztompka, 1999: 40 og Giddens, 1991a: 83ff).  
Symbolske tegn, hos Giddens, skal ses som værende et udvekslingsmedie; en mulighed for at sætte en 
parentes om den tid og det rum, det relevante for kommunikationen befinder sig i og viderebringe dette 
uden at tage hensyn til de individer og grupper, der i de enkelte led, gør brug af udvekslingsmediet. Altså 
udlejrer den det relevante fra en øjeblikkelig lokal kontekst til kontingent kontekst (Giddens, 1991a: 21ff). 
Et eksempel her kunne være en akademisk grad fra RUC, som er et bevis på en ekspertise, altså et sæt 
grundlæggende evner som bæreren af graden har. Det er ikke muligt og heller ikke nødvendigt at 
observerer denne indsamling af viden eller tilegnelse af evner. I stedet kommunikerer symbolet at der er et 
system, der har gjort kontrolarbejdet på forhånd og dømt bæreren af graden værdig. 
Giddens referere til Luhmann i sin analyse af symbolske tegn, eksemplificeret ved penge. Der tages afstand 
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fra Luhmanns kategorisering af penge, sandhed og magt som værende ensartede, da Giddens ser magt som 
en iboende del af det sociale og ikke et specifikt udviklet system (ibid.: 23). 
Ekspertsystemer skal forstås som værende abstrakte systemer, hvor lægaktører og ekspertaktører, 
opererer i hver sin ende af et system, som gennem professionel ekspertise eller teknisk formåen, 
organiserer større dele af samfundet (ibid.: 27ff). Man kan altså anskue disse systemer som adgang til en 
større del af et moderne samfunds væld af muligheder. Giddens beskrivelse af ekspertsystemer minder 
meget om Luhmanns højkomplekse systemer, men er klarere defineret. Deres tilgang har ligheder, idet at 
der må være tillid involveret, og at disse ikke er umiddelbart observerbare, og kræver tid og ekspertise at 
forstå og kontrollere. Herunder tillid fra dem, som ikke er i besiddelse af denne tid og ekspertise, til de der 
har, og vis opgave er, kontrol af ekspertsystemerne (Giddens, 1991a: 28f og Luhmann, 1999: 99f). 
Dette vil blive brugt i forbindelse med at IT kan opfattes som massekommunikationsmedie, som 
ekspertsystem og måske i dybere grad end disse kan ses i konteksten af et abstrakt system og en 
udlejringsmekanisme. Eksempelvis i den forstand at IT i digitaliseringen udlejrer kontakten mellem borgere 
og det offentlige fra et lokalt tid- og rumperspektiv; I den forstand at der ikke længere er en direkte 
kommunikation i et fysisk rum, men er en distanceret kommunikation, som alligevel er øjeblikkelig, men 
også mulig at udskyde. 
Tillid 
Ontologisk sikkerhed bliver beskrevet som værende forbundet til at være i verden; en slags 
følelsesmæssig forståelse af at folk og ting i det store hele er til stede i samme verden som en selv, og en 
følelse af ens egen eksistens (ibid.: 92ff). Denne otologiske sikkerhed bliver dannet ud fra en basal tillid 
opbygget hos spædbarnet, gennem rutinemæssig interaktion med dettes omsorgsgivere, som immuniserer 
barnet fra eksistentiel angst (Giddens, 1991b: 35ff). Den ontologiske sikkerhed er tæt forbundet med tillid 
(Giddens 1991a: 92ff). Giddens begreb om ontologisk sikkerhed minder meget om den fortrolighed som 
Luhmann taler om. Den er indlært gennem opvæksten (i ontologisk sikkerhed helt fra spæd), baseret i en 
sikkerhed om verdens eksistens og at denne basalt set er den samme som andre individer bevæger sig i. 
Den ligger tæt forbundet med tillid, uden at være det samme, men i stedet er det en mere konstant tilstand 
af positiv indstilling til et minimum af pålidelighed til stede i verden. 
I stil med Luhmann, peger Giddens på, at tillid er forbundet med en mangel på information og en flerhed af 
muligheder. Ligeledes er der en sammenhæng i at risici og tillid bliver bundet sammen. Giddens peger, som 
Luhmann, på at tillid kan minimere farer, men han distingverer at det ikke er risici i sig selv, men 
tilfældighed og farer, tillid er forbundet med (Giddens, 1991a: 31ff). Her laver Giddens opdeling mellem 
farer og risici, hvor risici forudsætter farer, men ikke nødvendigvis viden herom. Det er altså muligt at 
foretage sig risikofyldte handlinger uden at vide dette. Der bliver også peget på hvordan det er karakteren 
af farer, der er bundet sammen med tillid og ikke den blotte tilstedeværelse (ibid.). Også skellet mellem 
fortrolighed og tillid som præsenteret af Luhmann, mener Giddens er forkert trukket op. Her peger han på 
at tillid er en form af fortrolighed og bindeleddet mellem fortrolighed (confidence) og tiltro (faith). Tillid har 
i denne forstå at gøre med tiltro til en person eller et systems pålidelighed (ibid.:). Ydermere defineres det 
at tillid, i en moderne kontekst, skal ses som værende forbundet med en generel forståelse af, at 
menneskelig aktivitet er socialt kreeret, og at menneskelig aktivitet har en transformativ funktion i 
forbindelse med aktør/struktur dynamikken (ibid.: 34). Der kan tales om tillid til ekspertsystemer og 
symbolske tegn, men disse er ikke funderet i en forventning af gode intentioner, men snarere i at disse 
fungerer som de skal, og i hvordan de virker (ibid.: 33f).  
I forbindelse med tillid definerer Giddens sikkerhed som værende en situation hvor man minimerer, eller 
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sikrer sig mod, et specifikt sæt af farer. Oplevelsen af denne er baseret på en balance af tillid og acceptabel 
risiko og kan gøre sig gældende for områder eller grupper – uanset størrelse – samt individer (ibid.: 36).  
I forbindelse med ekspertsystemer præsenterer Giddens nogle begreber om, hvorledes 
tillidsinteraktionen mellem lægaktører og de abstrakte systemer finder sted. Særligt relevant her, er 
adgangspunkter og ansigtsarbejde, men også genindlejring er højst relevant (ibid.: 83ff).  
Genindlejring er den proces hvor sociale praksis, der er blevet udlejret, bliver genintroduceret (som regel 
flygtigt og i ændret form) ind i en lokal rum- og tidskontekst (ibid.: 79f). Eksempelvis når man har en 
samtale med en frisør som man aldrig har været hos før, om intime og personlige emner, fordi det hører 
med til at få klippet hår, selv om det burde være voldsomt grænseoverskridende (og sikkert også er det i 
nogle tilfælde).  
Adgangspunkter er Giddens udtryk for dér, hvor vi som lægpersoner interagerer med de abstrakte 
systemer. Det er her ansigtsløst engagement møder ansigtsarbejde (ibid.: 83ff). Altså møder lægpersonen 
en repræsentant for det abstrakte system, som bliver den umiddelbare tillidsmodtager, selvom det egentlig 
er til systemet som helhed, og herigennem til systemets generelle pålidelighed, der reelt er tillidsrelationen 
(ibid.). Ansigtsarbejdet har altså karakter af en genkendelig personlig tillid; den bæres ikke af de samme 
funktioner, men i stedet af en rutine- og normalitetsstemning og en attitude passende for en repræsentant 
af det pågældende abstrakte system (ibid.). Adgangspunkter repræsenterer både et sted hvor abstrakte 
systemer er sårbare, men også et sted hvor de kan styrke tillid til systemet, alt efter hvordan de, som 
repræsenterer systemet, agerer (ibid.: 88).  
Ekspertviden, eller teknisk viden, og tillid hertil er baseret i uddannelsessystemet, og en indlært holdning 
til, at der kan findes sandheder om verden gennem videnskabelige processer i samfundet generelt (ibid.: 
88f). De områder der påstår at have specialiseret viden, har ofte et internt sprog, som for udefrakommende 
virker til stede kun for at forvirre (ibid.: 89ff), selv om det nærmere handler om et behov for præcision. Ofte 
bliver teknisk viden behandlet med en ambivalens, men det er svært, og i nogle tilfælde nær umuligt, at 
undgå at være påvirket af de abstrakte systemer, samt de eksperter og den tekniske viden forbundet med 
dem, og tillid er derfor en nødvendighed (ibid.). Selv om Giddens tager en vis afstand fra Luhmann i nogle 
tilfælde, er der meget til fælles mellem hans forståelse af abstrakte systemer og den ekspertise og 
specialiserede viden involveret, og så Luhmanns højkomplekse sociale systemer. Også den uundgåelige 
natur, af tillid til abstrakte systemer, er beskrevet i slående lighed hos de to teoretikere. Ligeledes bruger 
begge Goffman til at pege på, hvorledes facaden hos et højkomplekst system eller abstraktsystem 
opretholdes, gennem arbejde, der ligner det individer gør brug af (Giddens, 1991a: 86 og Luhmann, 1999: 
111ff). 
Projektet her vil bruge disse tillidsrelaterede begreber og forståelsen af tillid, sammen med dem hentet 
fra Luhmann, til at undersøge hvorledes tillid til IT fungerer, og ligeledes hvordan tillidsrelationen mellem 
borgerne og det offentlige finder sted, i forbindelse med digitaliseret interaktion. 
Kritik af teori 
Luhmann er meget eksistentialistisk filosofisk i sit værk om tillid og samtidig stringent i sin logik, hvilket 
gør hans teori meget tidskrævende at behandle og forstå. Samtidig er det også denne kombination der gør 
hans begreber skarpe og relevante. Det har resulteret i en reduktion af teoretikere brugt i projektet, de 
fleste af hvilke selv har hentet inspiration hos Luhmann. Det har også resulteret i, at præsentationen af 
hans teori er bygget op meget i stil med opbygningen fra værket. Der kan forekomme dele som ikke bliver 
brugt direkte i projektet men simpelthen danner grundlag for noget af det der bliver. 
Luhmann bliver hos Giddens kritiseret og trukket ind i en mere nutidig kontekst og konteksten af 
Giddens samlede værk. Således bliver det teori hentet fra Luhmann, skærpet i relevans i forbindelse med 
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projektet. Giddens vidtspændende, tværfaglige anerkendelse tjener altså til at kvalificere, ikke både brug af 
hans teori, men også Luhmanns, her i projektet. Luhmann i sig selv er en meget anderkendt og brugt 
teoretiker på emnet tillid og hans værk er ifølge Giddens meget vigtigt i forståelsen af tillid (om end ikke 
noget Giddens ikke mener at kunne gøre bedre). 
Giddens fremstiller et agentbegreb, der syntes at forudsætte at denne er velinformeret og reflekterer 
over sine muligheder. Han peger ganske vist også på at nogle handlinger sætter vi ikke ord på, selv om vi er 
bevidste om dem og andre er vi ikke engang bevidste om, men der er et overmåde fokus på denne evne 
hos aktøren, til at kunne reflektere over og indsamle information. Dette fokus risikerer et overdrev af den 
generelle grad af refleksion og intelligens hos den enkelte, som må holdes for øje i benyttelsen af Giddens’ 
teoretiske virke. Dette kan mitigeres ved at se evnen til refleksion og informationsindsamling som værende 
til stede i samfundet som helhed og ikke nødvendigvis hos det enkelte individ. 
Sztompka mener at al tillid basalt set er tillid til mennesker, som vi, om nødvendigt, forestiller os 
(Sztompka, 1999: 19f). Her falder Giddens og Luhmanns forestillinger om tillid til systemer altså igennem, i 
Sztompkas udlægning. Det virker dog til at falde inden for en mere personlig og individuel mekanisme, til at 
håndtere den uundgåelige tillid til abstrakte/højkomplekse systemer.  
Funktionen af tillid til IT 
Her diskuteres den præsenterede teori og der inddrages få steder referencer til empiri brugt i projektet 
(som i sin helhed først bliver præsenteret og behandlet senere), til at udrede hvorfor tillid til IT er relevant. 
Som det ses ovenfor er tillid et kompliceret emne og vil derfor blive behandlet her som en udvikling af 
argumenter, fra det basale – og ind i det specifikke. 
Kompleksitet og IT 
I lyset af begrebet om kompleksitet som Luhmann præsenterer det, hvorledes passer IT så ind? På en 
måde kan man se på det som værende nærmest så komplekst og ubegrænset som verden. Nærmest, men 
ikke helt. IT spejler på mange måder næsten alt i verden gennem internettet og et hav af software og 
hardware, der gør alt fra musik til mad på bordet og personlig intim interaktion, samt adgang til alverdens 
viden mulig. Til trods for det, er IT-systemer menneskeskabte, per definition afgrænsede, således ikke 
ligesom verden: Komplet i sin kompleksitet og grænseløse kontingens. 
I ovenstående sammenligning er det dog klart at man har med et uhyre kompliceret system at gøre. Det er 
yderligere kompliceret igennem den forståelse, at vi som brugere refleksivt reproducerer de IT-systemer vi 
kommer i kontakt med. I visse tilfælde bruges systemerne radikalt anderledes end oprindeligt intenderet af 
de, som programmerede og forestillede sig systemet. Her stiller vi krav til nye versioner, der letter vores 
faktiske brug. Samtidig indretter vi os og tilvænner os de rammer og regler der er til stede. 
Den utrolige mængde af kompleksitet som IT er i stand til at rumme, peger med Luhmanns teori i tankerne 
på et højkomplekst system. Den enorme størrelse og indre kompleksitet i systemet, gør det i stand til at 
indeholde, behandle og videreformidle en ligeledes stor mængde kompleksitet. Det kræver ekspertviden at 
manipulere systemets dybere lag og kan kun overfladisk benyttes af lægmænd. Med dette ser vi at IT-
systemer kan anses for at være ekspertsystemer. 
Ydermere kan det siges om kompleksiteten i IT, at denne er umådeligt decentral. Internettet er praktisk talt 
en umulighed at kontrollerer eller begrænse (her refereres til de kontinuerlige, men fejlede, forsøg på at 
stoppe distribution af illegale kopier af musik, film, software osv.). Det kan også spores i den enorme 
mængde at differentierede producenter af IT-systemer, der er til stede i verden, som ikke kun er af 
kommerciel slags, da alle eksempelvis kan lave en hjemmeside. Denne decentralisering giver her IT en 
yderligere dimension af kompleksitet, da der ingen centraliseret eller kontrolleret styring er, af hvad der er 
muligt eller hvordan det er muligt. 
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Det er altså iboende i IT, at være et så komplekst system, at man ikke kan have fuldstændig forståelse af 
det, i hvert fald for en lægmand. Det kan klassificeres som et ekspertsystem, men er måske nærmere en 
samling af ekspertsystemer. Der findes en række forskellige programmeringssprog og at mestre ét, giver 
dig ikke nødvendigvis forståelse og indsigt i de andre, som kan varetage helt ens eller differentierede 
opgaver.  
Samtidig er IT også med til at reducere kompleksitet. Det er muligt at lagre og møjsommeligt gennemgå 
interne processer i IT-systemer, og den brugerflade som man bliver mødt med som lægmand, er et dække 
for en mængde af underliggende processer, vis antal kan være helt enormt. Blot i benyttelsen af et 
tekstbehandlingsprogram, som ligner en skrivemaskine betragteligt i funktionaliteten af dens brugerflade, 
er dette en faktor. Der tastes på en knap – der dukker et bogstav op på min skærm. Men i virkeligheden 
foregår der en række samtaler mellem tekstbehandlingsprogrammet og en database der indeholder den 
retskrivningsordbog (og en anden der indeholder fonten, etc.), som er relevant for netop det bogstav, det 
ord og den tekst der arbejdes på. Altså reducerer IT i sig selv, gennem brugerflader, den iboende 
kompleksitet i IT. 
I forbindelse med hvorledes IT gør information og kommunikation øjeblikkelig, samt forenkler transaktioner 
mellem handlende over enorme afstande, kan man se IT som en kompleksitetsreduktions-mekanisme. 
Endda i tekstbehandlingsprogrammets enkle eksempel kan man se, at det er enormt enkelt at benytte og 
tillader dog en mere kompliceret interaktion med den tekst man skriver, end man kunne opnå på en 
skrivemaskine eller i brugen af blæk, pen og papir. 
Der er også risici og farer forbundet med benyttelsen af IT. I det tidligere eksempel med tekst-
behandlingsprogrammet, er det en relevant risiko at strømmen til computeren kan gå og dermed kan man 
miste det foreliggende arbejde, da det skrevne ikke ender direkte på papir som ved skrivemaskinen. En 
person kan også have installeret et program, der spionerer på dennes arbejde, og har arbejdet unik kreativ 
karakter eller omhandler sikkerhed, er det tydeligt, at det kan have katastrofale følger for valget af, at 
benytte computeren til tekstbehandling. Eksemplet er relativt svagt til at beskrive nøjagtig hvor stor en 
grad af farer man er udsat for, ved brugen af IT, men giver en indikation af denne. Reelt bliver IT brugt til 
langt mere følsomme emner, såsom ved eksemplet NemID, der håndterer vores sikkerhed i vores kontakt 
med det offentlige. Her er oplysninger om helbred, finansielle detaljer (ligefrem adgang til vores bankkonti) 
og personprofil, alder, navn, CPR-nummer og bopæl på spil. 
I kombinationen af denne kompleksitet og risici, er det klart at interaktion med IT er et tillidsproblem. Og i 
forståelsen af IT som et højkomplekst/abstrakt system af ekspertsystemer og individer, er der tale om et 
systemtillidsmæssigt problem.  
IT-systemer og tid 
I det tidsmæssige perspektiv er IT også en avanceret størrelse. Det er muligt at handle på internettet 
med visse varer (eksempelvis programmer, valuta, underholdning af forskellige art), i øjeblikkelige 
transaktioner, over enorme afstande. Det er endda muligt for sælgeren af disse varer, slet ikke at være til 
stede i salget tidsmæssigt, da en automatiseret proces tager sig af handlen. 
Det samme gør sig gældende for information om hændelser og direkte kommunikation. IT er i sig selv med 
til at skabe en enorm forskydning af tid og rum, herunder en udlejring af lokale praksis i en helt enorm grad. 
En kærlig samtale med min kæreste er ikke noget jeg behøver at være nær hende for at have. 
Lagringsegenskaberne for IT gør det ligeledes muligt for mig at udsætte, gemme og genlæse samtaler uden 
hensyn til lokalitet og aktualitet; således at min kærlige samtale med min kæreste bliver udført over flere 
dage, når og hvor vi tager os tid, til at skrive tilbage hinanden. Dette aspekt af et enormt abstrakt forhold til 
tid og lokalitet gør det muligt for IT-systemer at agere både forsinket og øjeblikkeligt på ydre påvirkning, 
uafhængigt af lokal tilstedeværelse. 
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Luhmann peger på, at tillid til et system køber det tid, til at kunne succesfuldt tilfredsstille denne tillid og 
dermed styrke den. I tilfældet med IT, er der allerede en iboende forskydning af tid og rum. I interaktionen 
med, og igennem, IT er der altså allerede en udlejring; fra den direkte og tilstedeværende lokation og ud i 
et abstrakt system. 
Altså kan et IT-system både købe sig tid til at sikre et grundlag for given tillid og kan øjeblikkeligt bekræfte 
tillidsgiveren i sine forventninger. I kraft af den udlejrede interaktionsform, men igen i form af at være et 
højkomplekst system, som via tillid kan vinde tid, har IT-systemet mulighed for tidsforskydning af 
tillidsproblematikken. Et IT-system har altså i en dobbelt forstand mulighed for at forskyde tiden i hvilken 
tillid gives og tilfredsstilles. 
Opvækst med IT 
Den fortrolighed med verden, eller ontologiske sikkerhed, der opbygges gennem opvæksten, er den 
basis hvorpå vi bygger vores tillidsrelationer. Det er gennem denne at vi bliver i stand til at udnytte tillid, til 
at formindske kompleksiteten af verden omkring os. Det er her vi lærer verden at kende og indlærer 
hvordan tillid skal fungere. Disse erfaringer og denne indlæring bliver således grundlaget, for hvilke 
objekter vi vælger at give tillid senere i livet. 
Her er også et perspektiv på IT, da det i stigende grad spiller en rolle i opvæksten for danske børn og har 
gjort det i en årrække. Allerede i 2005 havde over halvdelen af danskerne adgang til bredbånd og i 2003 
have omkring 80 procent af danske familier en PC og flere end dét, en mobiltelefon (DST 2012b: 7). Man 
kan altså forvente at tilvænning til IT vil stige i kraft af, at flere og flere vokser op med dette som værende 
en del af deres verden i opvæksten, det vil sige en del af hvordan de lærer at lære tillid. Indførsel af IT i 
stigende grad i samfundet kan altså ses som havende en refleksivt forstærkende effekt. 
Uundgåeligt IT 
Efter vi har lært at indlære tillid og bliver mødt med nye tillidsproblemer, behandles disse i henhold til 
vores teori: Gennem at generalisere noget vi kender og derefter indstille os på tillid eller mistillid til det nye. 
Herefter kommer en proces af, at teste vores bud, alt efter hvor relevant det nye tillidsproblem er for os. 
I denne sammenhæng har digitaliseringen i det danske samfund en stor rolle at spille. På relativt få år er 
det blevet næsten uundgåeligt at skulle interagere med IT og digitalt styrede ekspertsystemer, særligt idet 
at fælles offentlige digitaliseringsstrategier, siden 2001, har organiseret arbejdet med at digitalisere 
samfundet (Regeringen et al., 2010: 1). Dette kan ses som et udtryk for, at IT er vokset i kompleksitet og har 
inkluderet flere og større abstrakte systemer i sit virke. 
Man kan se på det som værende en intersubjektiv transfereringsmulig sandhed, at IT er en mere effektiv 
måde at håndtere offentlig administration. På denne baggrund kan man, relativt nemt, spore at der ligger 
et grundlag, for holdningen i, at der i IT er en del muligheder, som bliver behandlet længere oppe, for at 
kunne strukturere tidsforbrug og opgaver enklere; idet at man kan overskue en større kompleksitet ved 
brugen af IT. Perspektivet givet af denne sandhed, er naturligt nok tiltalende for det offentlige, særligt idet 
at mere overblik kan spare tid og dermed penge. 
Tillid til IT 
Ved at sætte IT-systemer ind i de sammenhænge, som er blevet påvist i det teoretiske grundlag, kan det 
ses at det er nødvendigt at have tillid til IT. Hvorledes fungerer så en tillid til IT? Den tager karakter af 
systemtillid, det vil sige en uundgåelig og latent tillid; en tillid til at systemet som helhed fungerer. Altså en 
tillid til, at de eksperter, som udformer systemet, gør det ud fra fornuftige og kontrollerede normer, der 
kan kontrolleres, af de andre eksperter, hvis arbejde er at undersøge om dette bliver gjort tilstrækkeligt. En 
lægaktør møder som adgangspunkt for IT: brugerflader, fona-medarbejder og også borgerservice-ansatte, 
som udgør det ansigtsarbejde der repræsenterer det ellers ansigtsløse engagement. Dette er blot et udsnit 
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af, hvorledes tillid kan relatere sig til IT, nu da vi ser at det er nødvendigt og at IT-systemer skal anskues 
som ekspertsystemer og abstrakte/højkomplekse systemer. Yderligere behandling af dette vil blive udført 
gennem resten af projektet. 
Empiri 
Empirien, der vil blive behandlet i projektet, er henholdsvis to undersøgelser af befolkningens IT-brug fra 
Danmarks Statistik fra 2012 og 2013, en mængde information hentet fra Digitaliseringsstyrelsens 
hjemmeside og en artikel fra tidsskriftet Ingeniøren nr. 43 i år (2013). 
Kvantitativ metode 
Kelvyn Jones behandler i ”The Practice of Quantitative Methods” (Jones, 2011) hvilke områder, der skal 
tages særligt højde for, i brugen af kvantitativ metode, i en post-positivistisk kritisk realistisk inspireret 
sammenhæng. Alle områderne beskrevet er ikke relevante for dette projekt og valg af statistik, men særligt 
relevante områder er beskrevet herunder. 
I forhold til abstraktion og klassifikation skal der tages højde for, at man arbejder med en refleksivt 
kontinuerlig aktør-/strukturpåvirkning. Her er det meget relevant at holde øje med, at man ikke kommer til 
at overse en relevant detalje, i hvordan man klassificerer de adspurgte og med hvilket abstraktionsniveau 
man generaliserer. Laver man abstraktionen at folk i servicefaget handler på en bestemt måde, og 
herunder indlægger både bankmedarbejdere og frisører, får man med stor sandsynlighed en skævvridning, 
da de to har meget forskellige handlingsmuligheder og påvirkningssfærer (Jones, 2011: 205).  
Jones peger på, at der skal gås frem og tilbage mellem teori og de mønstre som dataen peger på. Han 
underbygger dette med nødvendigheden af, at man ikke kan fjerne sig selv fra videns-
genereringsprocessen. Det er nødvendigt at vise hvorledes man kommer frem til sine konklusioner, som 
man ikke kan forvente giver endegyldige og vedvarende resultater (ibid.).  
Valg af teknik er relevant. Noget så simpelt som enkel matematik er meget relevant for hvilke svar man 
finder. Forstået ved at gennemsnitsindkomsten i et land kan være højere end et andet, mens medianen for 
samme er lavere, grundet en anderledes fordeling af penge. Det første vil pege på, at der er en bedre 
indkomst i det første land, mens det andet peger på en bedre indkomst i det andet. Sammenholdt peger 
det på, at det ene land har en mere skæv fordeling af midler end det andet. Hertil tilføjes det, at det er 
anbefalelsesværdigt netop at udforske den relevante data, for at finde sådanne muligheder for at 
sammenholde tal, og således finde nye perspektiver (ibid.: 205f).  
Jones understreger vigtigheden af at udnytte brugen af fornuftig dømmekraft i evalueringen af studiet. Det 
er relevant i kritisk realisme at vi ikke kan opnå fuld viden om den egentlige verden, men der er viden der 
nærmer sig ”sandhed” mere end andet. Her er det den enkeltes opgave at udvise kritisk og 
gennemskuende dømmekraft (ibid.: 209) 
I forbindelse med abstraktion og klassifikation er det klart, at der kan opstå problemer i at hente tal fra 
en undersøgelse, der ikke er målrettet specifikt til dette projekt. Projektet omhandler sig alle danske 
borgere mellem 16 og 89. Der bliver ikke skelnet mellem forskellene inden for denne gruppe. Der søges at 
få klarhed omkring relationen mellem det offentlige og befolkningen, ikke specifikke grupper heri. Derfor er 
der ikke meget fare for at klassificering eller abstraktionsniveau er en fejlkilde i brugen af den valgte empiri. 
Jones anbefaler at man går frem og tilbage mellem teori og empiri. Det vil herunder forsøges at beskrive 
den kvantitative empiri, fortolke den, diskutere den i forhold til anden brugt empiri og så i forhold til 
teorien. Der er visse begrænsninger i at udforske frem og tilbage, i forbindelse med at der er hentet 
statistik fra en undersøgelse, som ikke er direkte rettet mod projektet. 
Teknikken brugt i udgivelsen fra Danmarks Statistik, er at tage et udpluk af befolkningen og opskalere 
resultaterne til befolkningen som helhed. Her bliver der taget højde for, hvem der har svaret hvad og 
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hvorledes de repræsenterer befolkningen på forskellige områder, såsom køn, alder, civilstatus og 
bruttoindkomst. I projektet vil der blive taget det standpunkt, at de der arbejder hos Danmarks Statistik ved 
hvad de laver og at deres ekspertise, på emnet, langt overgår min egen. 
Slutteligt mener jeg, at kunne sige at have udvist fornuftig dømmekraft i valg af hvilke tal fra 
undersøgelsen, jeg kan bruge til at vise relevante bekræftelser af den opstillede teori, særligt sammenholdt 
med information om digitaliseringsstrategien og en kritisk artikel om NemID. 
Danskernes statistiske tillid til IT 
Danmarks Statistik har på baggrund af en EU-undersøgelse, og samarbejde med Digitaliseringsstyrelsen, 
Erhvervsstyrelsen og Ældre Sagen, udarbejdet en spørgeskemaundersøgelse, med det formål at kortlægge 
den danske befolknings IT-vaner. Undersøgelsen er lavet som en årlig publikation, hvoraf den, der vil blive 
brugt her, er den fra 2012 og den fra 2013. 
Undersøgelsen er gennemført som telefoninterview og har været inden for gruppen 16- til 89årige i CPR, og 
personer, som ikke er i CPR, er ikke medtaget i undersøgelsen. Der er blevet brugt en stikprøvemetode, 
baseret på 5.224 interviews i år 2012 og 5.696 i år 2013. Stikprøverne er derefter opdelt i grupper efter 
blandt andet køn, alder, civiltilstand, familiesammensætning og bruttoindkomst. Herefter er der opregnet, 
ved at sammenholde den samlede mængde af folk i CPR, med antallet af respondenter. Dette er gjort for at 
korrigerer besvarelsen ud fra eventuel skævhed i indsamlede resultater. 
De relevante tal fra undersøgelserne, for dette projekt vil være: dem relateret til hvor mange der har 
adgang til computer og internet og de relateret til kommunikation med det offentlige derigennem, samt de 
tal der vedrører sikkerhedsproblemer og til hvilke farer der er, i brug af computer og internet. 
I Befolkningens brug af IT, står det ret klart at IT fylder en del i Danmark. Det er langt de fleste familier 
der har internet og computer i hjemmet, og næsten alle der har internet har bredbånd (DST, 2013: 7). Det 
betyder naturligvis ikke at alle har deres egen personlige computere, men blot at 88 pct. procent af de 
danske husstande har adgang til mindst én computer i hjemmet og adgang til internet. I 87 pct. af de 
danske husstande er internettet bredbåndsinternet, det vil sige internet med høj hastighed, der gør 
internetbrug mindre tidskrævende og muligt for mange i hjemmet på én gang. Man kan ikke komme uden 
om at adgang til computer i næsten ni ud af ti hjem er en tydelig indikator på at IT er meget udbredt i det 
danske samfund og altså spiller en betydelig rolle. 
Udbredelsen af smartphones, som jo basalt set er en ultra bærbar computer, er steget til at 63% af danske 
familier har en smartphone (DST, 2013: 8). Her er det ikke præcist til at vide hvorvidt det er hele familien, 
eller bare en enkelt person i familien, der har en smartphone, men det er i hvert fald tydeligt at det er mere 
og mere normalt at se smartphones i de danske hjem. Det kan ses at det ikke kun er i form af en PC at IT 
spiller en rolle, men i stigende grad er ultra mobilt IT tilstede i de danske hjem. 
Mængden af danskere, der gør brug af computer hver dag, er oppe på 83 pct. Mens det kun er 3 pct. af 
danskerne, der aldrig har brugt en computer (DST, 2013: 9f). Det er altså meget normalt og størstedelen af 
danskerne, gør brug af IT hver dag eller næsten hver dag, men det er en meget lille del af danskerne, der 
aldrig selv har benyttet en computer. Her har statistikken en svaghed. Den kan ikke sige noget om hvorvidt 
de 3 pct., der ikke har brugt en computer selv, har fået andre til at gøre det for sig, eller på anden vis føler 
at IT spiller en rolle i deres liv. Dog får man her et ret klart billede af, at IT altså er en integreret del af langt 
de fleste danskeres liv. 
I forbindelse med udbredelse af smartphones, bliver disse brugt, blandt 16-44-årige, mere end stationære 
computere, til at gå på internettet. Bærbare er i endnu højere grad den mest brugte platform til at bruge 
nettet på, og kun blandt de aller ældste er det stadig stationære der bliver brugt mest (DST, 2013: 10). Her 
kan man igen se mobiliteten i platform spille en rolle. Det kan spores til at integrationen ind i alle dele af 
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vores liv er stigende, når det ikke længere er nok at have en computer der står ét sted i hjemmet, som kan 
bruges når det er nødvendigt, men altså skal kunne flyttes nemt eller ligefrem bringes med os alle steder. 
Det er klart at statistikken ikke siger noget om hvorfor bærbare primært vælges, men det lader til at være 
en rimelig forklaring at man finder mobiliteten af platformen mere praktisk. 
Når det kommer til sikkerhed, er der faktisk en stor del af de, der bruger IT, der forsøger at beskytte sig. 
Det er 86 pct. af internetbrugerne der svarer, at de bruger sikkerhedssoftware eller –værktøj til at beskytte 
deres private computer og data (DST, 2013: 22). Her kan vi ikke vide hvilken kvalitet af beskyttelse, der er 
tale om, eller i hvor høj grad de enkelte tager stilling til dette. Her kan også være en fejlkilde, idet man 
kunne forstille sig, at det ville føles som et ansigtstab for nogle, at de ikke overvejer deres sikkerhed i brug 
af IT. Yderligere kan det ikke vides i hvor høj grad denne beskyttelse er målrettet mod de aktiviteter, som er 
relevante for den enkelte. 
De sikkerhedsproblemer, der bliver oplevet af internetbrugerne, bliver vist her under i et diagram: 
Figur 1 (DST, 2013: 22)
 
I figur 1 ser vi at det mest udbredte problem i IT er spam, altså uønskede reklamer i form af mails eller 
lignende. Det er forholdsvist harmløst, da det ikke er direkte skadende, men mest bare irriterende. 
Computervirus er til gengæld rimeligt udbredt, at 28 pct. af internetbrugerne har oplevet dette og kun 14 
pct. ikke beskytter deres computere, gør det klart at i hvert fald nogle af de sikkerhedsprogrammer og –
værktøjer som er i brug, ikke er effektive nok. Yderligere kan det påpeges, at de adspurgte ikke 
nødvendigvis har opdaget alle tilfælde af computervira, da disse kan rangere fra det allermest subtile til det 
meget blatante. Der kan altså være flere, der er blevet påvirket, end blot dem, der er bevidste om det. Selv 
om det ikke nødvendigvis er alle, der er blevet udsat for computervira, der ved det, så er det stadig en ret 
stor risiko, der løbes i brugen af IT. 
Misbrug af personoplysninger og økonomisk tab, er det rimeligt få, der bliver udsat for. Økonomisk tab som 
følge af falske e-mails og misbrug af kreditkort- eller netbank oplysninger, er dog steget fra 2012 (DST, 
2012: 17). Selv om det er en lille andel, er det stadig mange mennesker, der er blevet udsat for økonomisk 
tab: Lige under 100.000 er i forbindelse med misbrug af kreditkort og lige over 160.000 i forbindelse med 
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falske e-mails (DST, 2013: 22). Her er det klart at der kan være et overlap, da spørgsmålene er udformet 
således: 
Økonomisk tab som følge af falske e-mails (phishing) eller bedrageriske hjemmesider 
(pharming), hvor svindlere forsøger at få fat på kreditkort- eller netbankoplysninger 
(DST, 2013: 70) 
Og: 
Økonomisk tab som følge af misbrug af kreditkort til betalinger efter køb på 
internettet (DST, 2013: 70) 
Altså kan der blandt de, der svarede ja på det sidste, altså også være folk, der svarede ja på det 
ovenstående, da man kunne argumenterer for at en hændelse kan falde inden for begge kategorier. 
Selv i yderste tilfælde for at det ”kun” drejer sig om lidt under 100.000 (fordi alle der svarede ja, på det 
første spørgsmål, havde misforstået at det drejede sig om reelt økonomisk tab og ikke blot et forsøg på, at 
tilegne sig kreditkort- eller netbanksoplysninger), er det stadig mange folk, der har haft økonomiske tab 
som følge af de risici til stede i interaktion med og gennem IT. 
Det er en stor andel af danskerne, 78 pct. (DST, 2013: 20), der besøger offentlige myndigheders 
hjemmesider. De fleste for at søge information, men over halvdelen, 62 pct. (ibid.), af befolkningen bruger 
dem til at udfylde, godkende og indsende blanketter og skemaer, disse tal ligner meget dem fra 2012 (80 og 
69 (DST 2012: 16). Faldet kan forklares med at ikke alle danskere har brug for at benytte offentlige 
myndigheders hjemmesider hvert år. Især med det for øje, er det en meget stor mængde af befolkningen, 
der benytter de digitaliserede kontaktløsninger. Yderligere bruger omkring en tredjedel af befolkningen e-
mails, når de ikke skal i kontakt med det offentlige, den næst mest brugte måde at kommunikerer med det 
offentlige, når det ikke drejer sig om kontakt via hjemmesideværktøjer (DST, 2013: 21 og 55).  
Der er altså en betydelig brug af de IT baserede kontaktformer i kommunikationen med det offentlige. Det 
er måske ikke alle der bruger dem, men det er en meget stor del. 
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De tidligere nævnte farer, i brugen af IT-systemer, kan i nogle tilfælde afholde bruger for at gøre brug af 
nogle af mulighederne. Dette blev taget med i 2012 undersøgelsen, men ikke i 2013. Herunder ses en grafik 
over hvilke aktiviteter, der er blevet undgået: 
Figur 2 (DST, 2012: 18)
 
Her ses det at der er en mængde, der har overvejelser om at indtaste følsomme oplysninger eller 
interagere i risikofyldt aktivitet, men det er meget afhængig af hvilken aktivitet og hvem den er hos. Mest 
relevant for projektet er, at det kun er 6 pct. der har undgået at kommunikere med det offentlige, på 
baggrund af sikkerhedsbekymringer. Disse tal er underlagt en del fejlkilder. Der er blevet stillet spørgsmål 
som vedrører specifikke områder og de er formuleret til kun at give svar på hvorvidt man, en eller anden 
gang, har afholdt sig fra en bestemt handling og ikke nogen generel holdning (DST, 2012: 61). Alligevel 
peger figur 2 på, at der altså figurerer overvejelser om sikkerhed, ved brug af IT, men i markant mindre grad 
i kontakten med det offentlige end andetsteds. 
Gennem hele undersøgelsen er det klart at det er de ældste, særligt de 74-89årige der mindst benytter 
sig af IT (DST, 2013: 7ff), men det er ikke af særlig relevans for vores undersøgelse. Da vi kigger på 
befolkningen som helhed og ikke differentierer særligt inden for denne gruppe. Dog spænder det overens 
med forståelsen af fortrolighed, som bliver brugt i projektet. Gradvist i forhold til hvor gammel man er, er 
muligheden for at blive fortrolige med IT mindsket. 
I det ovenstående tegner der sig altså et billede, af et Danmark hvor IT er meget present. Det bliver 
brugt hver dag af de fleste og er ligeledes tilgængeligt i de fleste hjem. Det er endda i højere grad blevet 
mobilt og til at tage med overalt, og bliver også brugt således. Sammenholder vi det med vores teori, er det 
nok at beskrive IT som et system, der ikke kan undgås og bliver kontinuerligt interageret med, for at 
definere at det er et tillidsproblem. Imens tyder den udbredt daglige brug på, at de fleste har en tillidsfuld 
holdning, for at reducere den kompleksitet IT præsenterer. 
Det er naturligvis mere kompliceret end det, men grundlæggende kan man sige, at danskerne har tillid til IT, 
fordi de er nødt til det, for at kunne benytte sig af det. 
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I et dybere lag af kompleksitet, ser vi at langt de fleste er bevidste om, at der er risici involveret, at disse 
risici er reelle og signifikante, men kun nogle af dem er særligt farlige. De, der er, er til gengæld ikke lige så 
sandsynlige som de, der er harmløse. Når man afstår fra at benytte sig af dele af internettet, kan man siges 
at interagere forsigtigt, måske ligefrem mistillidsfuldt, men det er ikke meget udbredt at gøre dette. Særligt 
er det mindre udbredt, at udøve forsigtighed og mistillid i forbindelse med kommunikation med det 
offentlige, hvilket også kan være svært, i kraft af den vision det offentlige har (behandles længere fremme).  
Altså kan man sige at det er muligt at have mistillid til dele af IT og IT-systemer, til trods for at interaktionen 
i første omgang kræver en tillidsfuld indstilling, selv om denne tager karakter af, at være indlært og latent 
eller direkte ubevidst. 
På baggrund af ovenstående grundlag, vil det her hævdes at der er tale om, at danskerne generelt har 
tillid til digitaliseringen af kontakten mellem det offentlige og borgerne. 
Digitaliseringsstrategi og NemID 
Historisk set startede processen til udvælgelsen af NemID i 1999 med, at det daværende 
Forskningsministerium lavede ni pilotprojekter, som kom til at agerer erfaringsgrundlag for den aftale som 
året efter blev indgået mellem stat, kommuner og amter, for hvordan en sikkerhedsløsning skulle se ud. I 
2001 træder loven om elektroniske signaturer i kraft den 1. oktober. Sammen med rammeaftalen er 
formålet at stimulere markedet til øget anvendelse af digitale signaturer. Året efter sætter regeringen 
initiativet til at give alle borgere en digital signatur og et EU-udbud om at kreere og forvalte systemet, bliver 
sat i værk sammen med at standarten OCES (Offentlig Certifikater til Elektronisk Service) bliver grundlagt. 
TDC vinder buddet og borgere kan gratis hente en OCES-godkendt signatur, som de kan anvende alle 
steder, der understøtter den per 2003. (Denne signatur krævede installation og kunne derfor kun bruges på 
én computer, med mindre den blev bragt med sig på et usb-drev eller lignende, hvilket var relativt teknisk 
og der var ikke mange steder signaturen var nødvendig).  
Året før den femårige aftale med TDC udløber, bliver et nyt EU-udbud iværksat. Denne gang er det DanID 
A/S, ejet af PBS A/S (Nu Nets DanID A/S og Nets A/s), der i 2008 vinder buddet og overtager her 
opretholdelsen af den gamle løsning. Den 1. juli 2010 bliver NemID lanceret til borgerne, i sin nuværende 
form med nøglekort og lagring af programmet på en central server hos Nets DanID. Her i år har Nets DanID 
planlagt et skift, fra at bruge platformen Java som kommunikationsprogram mellem den computer du 
bruger og den centrale server, og i stedet bruge JavaScripts, som vil gøre det muligt at bruge NemID, fra 
mobile enheder, såsom smartphones og tablets. (Digitaliseringsstyrelsen, 2013). 
Digitaliseringsstrategi i en fælles offentlig form, starter i 2001, samme år som loven og rammeaftalen 
om digital signatur træder i kraft. Der kommer nye udgaver af denne i 2004 og 2007 (Regeringen et al. 
2010). Den seneste og meget ambitiøse, har fået navnet ”Den digitale vej til fremtidens velfærd” og gælder 
fra 2011-2015 (Regeringen et al., 2011). Denne er lavet på baggrund af overvejelser nævnt i ”En enkel, 
effektiv og sammenhængende offentlig sektor”, som blev kaldt for en ”debatpjece” forud for formuleringen 
af den egentlige strategi. 
Debatpjecen tager karakter af en argumentation af, hvorfor de tiltag, der senere bliver formuleret i selve 
strategien, er nødvendige: 
De seneste ti års erfaringer viser, at digitalisering er et af de væsentligste værktøjer i 
bestræbelserne på at forny og effektivisere den offentlige sektor til gavn for danske 
borgere og virksomheder. (Regeringen et al., 2010: 1) 
Det præsenteres altså her hvordan digitaliseringen forgår på baggrund af en effektivisering, hvilket 
populært bruges til at dække over at spare penge, også tid, men mest penge.  Herefter gennemgås det 
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hvordan man på en række områder bør tage fat og der præsenteres specifikke muligheder for digitalisering. 
Hvis der er en reel forskel på det billede man får af digitaliseringsstrategien fra debatpjecen og til den 
egentlig strategi, ligger det i udformningen af publiceringen, ikke i visionen. 
Den mest essentielle pointe, relevant for dette projekt, vil blive fremhævet og diskuteret her: 
Vi skal bruge de digitale muligheder til at gøre kontakten mellem borger og 
myndighed smartere og mere effektiv. Det kræver, at vi ikke blot tænker de digitale 
kanaler som en ekstra mulighed ved siden af de traditionelle papirblanketter og –breve. 
Som hovedregel skal det være obligatorisk at bruge nettet til at ordne sine ærinder med 
det offentlige. (Regeringen et al., 2011: 14) 
Her står det altså helt klart, at planen er, at digital kommunikation er måden hvorpå det offentlige og 
borgerne skal kommunikere i fremtiden. Der bliver videre nævnt at det skal være muligt at kunne finde 
hjælp hos borgerservice og få telefonisk assistance, men at de, som slet ikke er i stand til at benytte digital 
kommunikation, fortsat skal kunne kommunikere med det offentlige på anden vis (Regeringen et al. 2011: 
14). Det fremgår dog at det er vigtigt at det ikke er en ekstra mulighed, men skal være obligatorisk at bruge 
IT-systemer i kommunikationen med det offentlige. 
NemID er kun nævnt i forbindelse med at der bør undgås dobbeltudvikling på universiteterne og disse bør 
bruge NemID til log-in i stedet for egne systemer (Regeringen et al. 2011: 31). Man skal tilbage til strategien 
dækkende for 2001-2004, for at finde sikkerhed omtalt i den fællesoffentlige digitaliseringsstrategi. Her 
bliver to meget relevante ting sagt i forbindelse med sikkerhed og digitalisering: 
God sikkerhed er en central forudsætning for, at visionen om digital forvaltning kan 
realiseres. Hvis der ikke er sikkerhed til stede i elektroniske transaktioner mellem 
myndigheder og mellem myndigheder og borgere, vil der ikke kunne udvikles de 
løsninger, der skal udgøre kernen i digital forvaltning. Sikker digital forvaltning er derfor 
en forudsætning for digitaliseringsprocessen. […] Det bliver derfor en vigtig indsats i de 
kommende år at sørge for, at der på alle niveauer i den offentlige sektor træffes de 
nødvendige beslutninger, som kan sikre, at der er fuld tillid til, at sikkerheden er høj i den 
digitale forvaltning. (Den Digitale Taskforce, 2001: 16f) 
Man anerkender altså vigtigheden af sikker håndtering af kommunikationen mellem borgere og det 
offentlige (myndighederne), men man er også opmærksom på at det er tillid til denne sikkerhed, der er 
relevant for succes. Det eneste sted man i de fælles offentlige digitaliseringsstrategier nævner sikkerhed, er 
altså i den først af slagsen fra 2001. 
Man må formode, med øje for udviklingen af NemID, at sikkerhed er blevet behandlet forholdsvist separat 
fra de kommende digitaliseringsstrategier, da der jo har været udvikling inden for emnet. Dog er det 
evident at en sikker digital signatur, nu i form af NemID, er formodet på plads i digitaliseringsstrategien 
efter den indledende, hvor vigtigheden af en sådan sikkerhed (og tillid til sikkerheden) for udviklingen bliver 
understreget. 
Når man ser på hvordan NemID er blevet udviklet, synes der at være et element af at prøve sig frem. 
Man er tydeligvis utilfreds med det produkt, der bliver leveret af TDC og det ser ud til at produktet fra Nets 
DanID er et langt mere tilfredsstillende produkt og ingen tegn er endnu at se på, at der vil blive skiftet 
leverandør. Der er faktisk sat et større projekt om opdatering af produktet, til at fungere på mobile 
enheder, i værk. Sammenhængen mellem NemID og den gældende digitaliseringsstrategi er en 
underforstået sammenhæng. NemID er en nødvendighed for at kunne skifte over til, at det er obligatorisk 
at kommunikerer med det offentlige.  
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I forbindelse med at digitalisering generelt bliver taget imod tillidsfuldt af befolkningen, må man sige at 
strategien fra det offentlige, virker fornuftig. Om ikke andet er den succesfuld. Ligeledes lader det til, at der 
er en tillid til at det offentlige håndterer sikkerhedsopgaven godt nok. Og dermed lykkes i at sikre sig tillid til 
sikkerheden, da forsigtig eller mistillidsfuld handling er særligt lav i forbindelse med kommunikation med 
det offentlige. Den større tillid til at benytte IT til kommunikation med det offentlige, kan altså være afledt 
af den tillid, der i forvejen er til det offentlige; tillid til det offentlige, dermed tillid til deres ekspertise i 
sikkerhed og det at kommunikationen med det offentlige, er mindre risikofyldt end anden IT-aktivitet. 
Det offentlige benytter altså en fælles strategi, baseret på en vision om effektivisering af den offentlige 
sektor og kontakten med borgerne. Herunder har denne strategis tidligste udformning inkluderet en 
bevidsthed om et behov for tillid, som er blevet taget hånd om, vha. først Digital Signatur og siden NemID 
løsningen. På baggrund af først ni pilotprojekter, så en rammeaftale og lov, knyttet til en standard for 
certificering, er der blevet lavet et EU-udbud, først vundet af TDC og så af Nets DanID, som nu forvalter 
sikkerhedsløsningen på vegne af Digitaliseringsstyrelsen. I sin nuværende form har den navnet NemID. 
Kvaliteten af NemID 
Ingeniøren er et uafhængigt Nyhedsmagasin, udgivet af Mediehuset Ingeniøren A/S, som er ejet af 
Ingeniørforeningen i Danmark, men er redaktionelt og økonomisk uafhængigt af denne. Ingeniøren er 
mediehusets flagskib, der rækker tilbage til 1892, og har fokus på teknologisk og naturvidenskabelig 
udvikling i en samfundsmæssig kontekst. 
Mediehuset driver også Version2, som er et internetbaseret nyhedsmedie, der fokuserer udelukkende på 
IT-nyheder og målrettet IT-professionelle og -interesserede. 
”Adgangen til NemID går via Californien” (Møllerhøj, 2013a) er overskriften på forsiden af Ingeniøren og: 
”Da NemID fik kaffen galt i halsen” (Møllerhøj og Kildebogaard, 2013) er overskriften på fortsættelsen inde i 
avisen. Historien sluttes af med artiklen ”Ekspert: Javascript løser ikke alle NemID-problemer” (Møllerhøj, 
2013b). Disse blev bragt i Ingeniøren nummer 43, den 25. oktober 2013. 
Artiklerne ville blive brugt til at belyse kvaliteten af NemID løsningen, da en teknisk gennemgang ikke er 
mulig, i forbindelse med de ressourcer, der er til rådighed for projektet. 
I første del af artiklen, bliver det præsenteret hvordan en opdatering af platformen Java, gjorde det 
umuligt at benytte NemID. I denne sammenhæng bliver der gjort opmærksom på hvor central for den 
danske infrastruktur NemID løsningen er. Hændelsen bliver set som symptomatisk for de problemer, der 
relaterer sig til, at man forlader sig på tredjepartssoftware, hvor problematikker vedrørende dansk 
infrastruktur ikke vejer særligt tungt. 
At NemID i 2. kvartal af 2014, ifølge en udmelding fra Nets DanID, bliver flyttet fra platformen Java og i 
stedet lavet i JavaScript (disse er trods navnet ikke relaterede), er ifølge Møllerhøj en ringe trøst. Da der her 
findes problemet at man nu skal sikre sig at forskellige browsere, såsom Chrome, Internet Explorer og 
Safari, er kompatible med udformningen af NemID, således forskellige browsere og opdateringer af disse 
ikke kommer til at lukke for adgangen til kontakt med det offentlige. De danske myndigheder er altså ikke 
selv herrer over hvor og hvornår adgangen til NemID bliver opretholdt. 
Til slut peger Møllerhøj på at Digitaliseringsstyrelsen udmeldte, i forbindelse med det seneste NemID 
kollaps, at adgang til det offentlige ingen steder kun foregår ved hjælp af NemID. I den forbindelse har det 
dog ikke lykkedes at få Digitaliseringsstyrelsen til at bekræfte dette over for Version2. 
Anden del af artiklen lægger vægt på hvordan samspillet mellem NemID og Java mere end én gang har 
været kritisabelt. Ikke mindst bringes det på banen, at netop opdateringen fra den 15. oktober, lukkede 51 
sikkerhedshuller i Java, og i forbindelse med at NemID ikke fungerede med opdateringen, anbefalede Nets 
DanID, at man ikke opdaterede og havde man opdateret, at man nedgraderede igen. Det forklares så 
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hvordan It-sikkerhedsfirmaet Esec, stillede spørgsmålet: Mon NemID yder assistance, hvis man blev inficeret 
med angreb mod en af de mange sårbarheder, man så er eksponeret over for? (Møllerhøj og Kildebogaard, 
2013)  
Det bliver fortalt at i forbindelse med NemID sammensmeltningen, kommer flere af Version2’s IT-kyndige 
bloggere på banen med deres kritik. Herunder bliver der præsenteret dele af denne kritik, blandt andet 
software-udvikleren Poul-Henning Kamp bliver citeret: 
De ekstra lag af kompleksitet, Java, det ekstra lag af kryptering, roden og raven rundt 
på den lokale maskine med programmer maskeret som billeder – intet af det tilfører 
nogen form for egentlig sikkerhed. (Møllerhøj og Kildebogaard, 2013) 
Altså mener Kamp at Nets bruger det man kalder for ”security through obscurity”. Det er et term, der 
bruges ringeagtende om sikkerhedssystemer, der i stedet for at forklare hvor brister kan finde sted, 
benytter mangel på information, som sikkerhedsredskab. Det har som regel den effekt, at det forsinker et 
angreb på svagheder, snarere end reelt beskytter imod dem. Det er ikke muligt for brugere af programmet 
at vide hvor de er sårbare, hvilket er et af de grundlæggende argumenter imod metoden (Wikipedia.org, 
2013). 
Sidste del af artiklen går dybere ind i sikkerhedsaspektet og man udpeger at NemID har fået en del kritik, 
på grund af brugen af Java, særligt på grund af de sikkerhedshuller der i Java, som gør borgernes 
computere usikre. Henrik Kramshøj, Security Manager og medstifter af Solido Networks, sikkerhedsekspert 
og Version2 blogger, forklarer hvordan han ikke mener, at skiftet til JavaScript vil stoppe sikkerhedsbrister, 
men dog formindske dem noget. Han mener dog at helt nye sikkerhedsproblematikker kan opstå, alt efter 
hvilken browser borgeren bruger. Derudover peger Kramshøj på, at det bliver svært at få NemID til at køre 
lige godt i alle browsere, grundet udvalget af mobiltelefoner, tablets og browsere. Her vil man dog have 
mulighed for, i de fleste tilfælde, at bruge en anden browser, skulle opdateringen af én ødelægge NemIDs 
funktionalitet. 
Det billede der danner sig af NemID og Nets DanID her, er ikke et særligt flatterende. Det ligner altså at 
firmaet ikke er opgaven værdig. Der er endnu ikke opdaget seriøse sikkerhedsbrister, men det er altså ikke 
et system man bør føle sig tryg med. Man må formode at det offentlige er bekendt med, at alt ikke 
fungerer optimalt, men stadig mener at Nets DanID er den rigtig partner til at varetage opgaven. Yderligere 
ved vi, at der skal være en reel minimering af farer til, i balance med tillid, for følelsen af sikkerhed. I 
artiklen nævner de også at Digitaliseringsstyrelsen udmelder, at al kontakt med det offentlige ikke kun går 
igennem NemID. Men er det ikke netop deres strategi, at det skal være obligatorisk at benytte digitale 
løsninger, i kommunikationen med det offentlige? De løsninger, der er for de, der ikke er i stand til digital 
kommunikation, er ikke længere gearede til at håndtere, at den digitale kommunikation ikke er tilgængelig. 
Diskussion 
I teorien, bliver der givet en række værktøjer til at anskue emnet. Ved at forbinde hvad der fra Luhmann 
og Giddens læres om tillid, særligt systemtillid, med IT, ses der en klar sammenhæng. Det er i høj grad 
muligt at overføre Giddens og Luhmanns begreber om systemtillid på de vilkår IT opererer under. I dette 
perspektiv er IT et decentralt abstrakt/højkomplekst system, der i sig inkluderer helt og delvis mange 
ekspertsystemer og individer. 
Det er i forbindelse med dette muligt at se på tillid til IT, som værende en tillid, der er svær at undgå. Helt 
umulig at undgå, hvis man ønsker at udnytte mulighederne, som IT præsenterer. Hos Luhmann bliver det 
tydeliggjort at et system må have reelle fordele, for ikke bare at blive valgt fra. Disse er bestemt til at finde 
ved IT. Hvor der kan være tale om mistillid til dele af IT eller visse IT-delsystemer, er det ikke muligt at have 
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en generelt mistillidsfuld holdning, idet dette ville være for psykisk belastende, med mindre man afstod 
helt fra benyttelsen af IT og tog tilsvarende drastiske tiltag: Et liv i mere eller mindre selvforsynende 
isolation ville være nødvendigt, taget i betragtning hvor meget infrastruktur og handel, der i dag er bundet 
op på IT. 
Der findes i tallene fra Danmarks Statistik et klart billede af, et ønske om at udnytte de fordele, der er ved 
IT. Fordele som netop er med til at styrke muligheden for tillid og tilvalg. Danskerne gør hvad de kan, for at 
balancere tilliden til IT med acceptable risici og et forsøg på at sikre sig imod de farer, der er knyttet til 
brugen af IT. Mistillid og forsigtighed bliver i mindste grad udøvet i forbindelse med det offentlige og 
mange høster frugterne af den digitale adgang. Det tyder på at der altså er en tillid til, at det offentliges 
digitale løsninger er sikre at benytte. Det opfattes altså sådan, at der er et acceptabelt niveau af risici og en 
balance mellem reel beskyttelse og tillid til denne. 
NemID løsningen er valgt i forbindelse med, at ville digitalisere kontakten mellem borgerne og det 
offentlige og på baggrund af, at en sikring af kontakten og en tillid til denne er nødvendig. Man ønsker at 
effektivisere det offentlige og ved, at der skal tillid til, at dette foregår uden at sikkerheden for den enkelte 
kommer i klemme. Dog er NemID under skarp kritik for at være en løsning, der ikke er tilstrækkeligt 
gennemtænkt og indeholder reelle sikkerhedshuller, og selv i en planlagt opdatering tager man, med al 
sandsynlighed, ikke tilstrækkeligt hånd om disse problemer. 
Konklusion 
Funderet i diskussionen ovenfor, kan det konkluderes at tillidsrelationen mellem borgerne og det 
offentlige, i forhold til digitaliseringen, udspiller sig således at, 1) borgerne har tillid til, at det offentlige 
forvalter at sikre kommunikationen tilstrækkeligt. Og er nødsaget til at have denne tillid. 2) Det offentlige, 
ud fra et mål om effektivisering, gerne vil have en primært digitaliseret kontakt, mellem dem og borgerne. 
De forsøger at opnå, at borgerne har tillid til at kommunikationen er sikret, gennem NemID løsningen. Og 
3) NemID løsningen er måske ikke alt hvad den skal være i denne sammenhæng og efterlader noget at 
hente, når det kommer til reelt at sikre kontakten mellem det offentlige og borgerne. 
I værste tilfælde, kan der teoretisk set forekomme det, at NemID mister tillid hos en tilstrækkelig stor 
del af borgerne, som så vil nedbryde digitaliseringsfortagenet og koste dyrt i genoprettet personlig service-
alternativer og nye digitale løsninger på længere sigt. 
Perspektivering 
Det offentliges digitaliseringsstrategi kan ses som et symptom på at tillidskapitalen i IT er styrket, til et 
punkt hvor det er nødvendigt at tage IT i brug i kontakten med borgerne, for at lade denne kontakt følge 
med i den sandhed, at det er et mere effektivt system. Det kan ikke påvises i dette projekt, men kunne med 
fordel lægge grund til en empirisk undersøgelse. Ligeledes ligger projektet op til en videre undersøgelse af 
hvilket dele af IT, der bliver behandlet med mere eller mindre tillid. Hvorledes tillidsfulde eller 
mistillidsfulde holdninger bliver taget, til forskellige stilistiske udtryk på hjemmesider, kunne det være 
relevant at relatere dette til gængse paradigmer inden for brugervenlighed og e-forretningsstrategier. 
Inddragelse af social kapital og Russel Hardins forslag om internetkapital (Hardin, 2006: 98ff), kunne have 
bragt yderligere dybde, til hvilke dele af det danske samfund, der har adgang til bedre at kunne forstå de 
risici, som er forbundet med digitaliseret kontakt med det offentlige. 
Selve projektet her, har særligt værdi som et indspark i en debat om hvorvidt NemID er en tilstrækkelig 
løsning for det offentlige at benytte, over for beskyttelse af kommunikation mellem denne og borgerne. 
Det kan også bruges i forbindelse med at udse en indgangsvinkel på en grundigere undersøgelse, af tillid til 
IT, herunder en specialiseret empirisk undersøgelse af hvorledes danskerne selv opfatter IT og hvorvidt de 
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har tillid til dette. I forbindelse med forståelse af situationen hvori man agerer, altså forståelse af egne 
levevilkår, har projektet en værdi og kan bringe klarhed til hvordan man må agere, hvis en ændring af disse 
levevilkår ønskes opnået. 
Ved brug af mere teori om tillid og demokrati, herunder tilliden til det offentlige i Danmark, kunne man 
se nærmere på de specifikke interaktioner mellem de forskellige abstrakte systemer og hvordan der lånes 
eller eroderes tillid, på baggrund af indvirkningen mellem de forskellige systemer. Projektet kunne her 
bruges til at bringe et udgangspunkt for den videre forskning og blotlæggelse af intransitive mekanismer. 
Robert Hardin kritiserer i sin bog (Hardin, 2006), teori om tillid, for ikke at have tilstrækkelig belæg i 
empiriske beviser. Med det i tankerne, kunne det være interessant at bruge den behandlede tillidsrelation 
som et springbræt, til at teste rigtigheden af det teoretiske grundlag, gennem en nytænkt form af 
undersøgelse. Undersøgelsen ville være nødsaget til, ikke at være funderet i gængse måder at undersøge 
tillid på, da disse alle også er under kritik af Robert Hardin (Hardin, 2006: 71ff). 
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