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Tiivistelmä
Projektin ensimmäisessä vaiheessa kartoitettiin vaatimushallinnan tutkimustilannetta ja
soveltuvia käytäntöjä sekä soveltamismahdollisuuksia ydinturvallisuuden parantamisessa
Suomessa. Lisäksi kehitettiin vaatimushallintaprosessia Säteilyturvakeskuksen (STUK) uuden
ydinvoimalaitoksen (FIN5) valvontatoimintaan.
Vaatimushallintaan liittyvässä tutkimuksessa on kehitetty lähestymistapoja ja menetelmiä,
joiden pääpaino on ollut ohjelmistotuotannossa, erityisesti sen vaatimusmäärittelyvaiheessa.
Muita vaatimushallinnan osa-alueita, kuten esimerkiksi vaatimusten muutoshallinta, jäljitet-
tävyyden hallinta ja vaatimustietojen hallinta, on tutkittu vähemmän. Ohjelmistojen vaatimus-
hallintamenetelmät ja teknologiat ovat kuitenkin sovellettavissa pitkälti muidenkin järjestel-
mien vaatimushallintaan. Tietylle sovellusalalle soveltuvia menetelmiä on kehitetty tietoliiken-
nealalle sekä turvallisuuskriittisten ohjelmistojen tuotannolle.
Myös erilaisten käytäntöjen pääpaino on ohjelmistotuotannon vaatimushallinnassa. Selvityk-
sessä on tunnistettu vaatimushallinnan keskeiset lähestymistavat sekä kiinnostavimmat
käytännöt lähinnä viranomaisvalvontakäyttöön. Turvallisuuskriittisten järjestelmien kannalta
kiinnostaviksi osoittautuivat tavoite- ja näkökulmapohjaiset sekä muodolliset vaatimusmäärit-
telytavat.
Soveltamismahdollisuuksia viranomaistoiminnassa löytyy uusien ydinvoimalaitosten sekä
laitosuusintojen turvallisuusvalvonnassa sekä voimayhtiöissä vastaavasti erilaisissa uus- ja
uusintahankinnoissa sekä viranomaislupatoiminnassa.
STUK:n FIN5-valvontatoiminnan tueksi määriteltiin alustava vaatimushallintaprosessi, jota
on tarkoitus kehittää STUK:ssa edelleen.
Projektin toisessa vaiheessa kuvattiin menettelytapoja kattavien ja laadukkaiden järjestelmä-
vaatimusmäärittelyiden tuottamiseksi. Lisäksi arvioitiin ydinturvallisuuteen liittyvien standar-
dien sisältämää vaatimushallintaa, mikä osoitti niissä olevan hyvin eri laajuisesti vaatimushal-
linnan elementtejä. Edelleen kuvattiin tarkemmin vaatimushallinnan tavoite- ja näkökulma-
pohjaisia lähestymistapoja ja eräillä muilla aloilla sovellettavia vaatimushallintakäytäntöjä.
Yhteenvetona voidaan todeta, että yhtä ainoata, järjestelmien turvallisuuden takaavaa menet-
telyä vaatimushallintaan ei ole tunnistettu, mutta yhdistämällä vaatimushallinnan erilaisia
lähestymistapoja ja käytäntöjä voidaan järjestelmien kehittämisessä päästä korkeaan luotetta-
vuuteen ja turvallisuuteen. Tähän kokonaisuuteen kuuluvat seuraavat keskeisimmät tekijät:
1. Systemaattisen vaatimushallintaprosessin käyttöönotto ja noudattaminen.
2. Tavoite-, näkökulmapohjaisten sekä muodollisten määrittelytapojen käyttö vaatimusten
määrittelyyn.
3. Systemaattisten menettelyiden käyttö järjestelmävaatimusmäärittelyiden laadintaan,
todentamiseen ja kelpuutukseen.
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1 JohdantoVaatimushallinta on systemaattinen lähestymis-
tapa hankkia, organisoida ja dokumentoida jär-
jestelmälle asetetut vaatimukset ja ylläpitää niitä
sekä hallita vaatimusten muutoksia järjestelmän
koko elinkaaren ajan. Vaatimushallinta on osa
projektien tai toiminnan kokonaishallintaa. Sen
avulla pyritään useimmiten varmistamaan, että
projektissa tuotettava järjestelmä tai kehitettävä
toiminta vastaa sidosryhmien tarpeita.
Vaatimushallinnan puutteet on todettu ylei-
sesti tärkeimmäksi projektien epäonnistumisten
– projektien aikataulujen venyminen, kustannus-
ten ylittyminen ja tulosten laatupuutteet – syyk-
si. Systemaattisella vaatimushallinnalla voidaan
näitä puutteita vähentää ja poistaa.
Tämän projektin tavoitteena on ollut kartoit-
taa vaatimushallinnan tutkimustilannetta ja käy-
täntöjä sekä soveltamismahdollisuuksia erityises-
ti ydinturvallisuuteen liittyvässä toiminnassa. Sa-
malla on saatu yleistä tietoa vaatimushallinnas-ta, mitä voidaan hyödyntää muillakin sovellus-
alueilla.
Projektin ensimmäisessä vaiheessa kartoitet-
tiin vaatimushallinnan tutkimustilannetta ja
-käytäntöjä sekä soveltamismahdollisuuksia ja
kehitettiin Säteilyturvakeskuksen (STUK) vaati-
mushallintaprosessia FIN5-ydinvoimalaitoshank-
keen valvontatoiminnassa. Ensimmäisen vaiheen
tuloksia kuvataan raportissa osissa 2–6.
Projektin toisessa vaiheessa selvitettiin ydin-
voiman turvallisuuteen liittyvien (erityisesti au-
tomaatioon liittyvät) standardien vaatimushallin-
taa sekä turvallisuuteen liittyviä vaatimushallin-
takäytäntöjä eri sovellusalueilla (muut kuin ydin-
voima) sekä kuvattiin tarkemmin joitakin projek-
tin ensimmäisessä vaiheessa tunnistettuja lähes-
tymistapoja. Toisen vaiheen tuloksia kuvataan
raportissa osissa 7–11. Toiseen vaiheeseen liittyi
myös osallistuminen vaatimusmäärittelyiden laa-
dintakurssiin, jonka keskeisin anti kuvataan ra-
portin osassa 7.7
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2 Vaatimushallinnan tutkimustilanne2.1 Tutkimustilanneselvityksen tavoitteet
Tämän osaselvityksen tarkoitus on ollut kartoit-
taa vaatimushallinnan tutkimustilannetta mm.
ydinturvallisuuteen liittyvillä sovellusalueilla.
Sen piiriin kuuluvat esimerkiksi ydinvoimalaitos-
ten automaation, valvomotoiminnan ja tietotek-
niikan uudistukset. Tietous vaatimushallinnan
tutkimuksesta palvelee vaatimushallinnan kehit-




Kartoitusta on tehty kahdella hakutavalla: Inter-
net-tietohauilla sekä kyselyllä suomalaisilta vaa-
timushallinnan asiantuntijoilta. Asiantuntijoiden
nimet sekä kyselyn tärkeimmät tulokset on esi-
tetty liitteessä 2-1.
Internet-tietohaulla on haettu konferenssiesi-
telmiä ja muita Internetissä saatavissa olevia
dokumentteja sekä jatkettu hakua edelleen nii-
den viitedokumenteista. Dokumenttien viiteluet-
telot ovat yleensä hyvin laajoja, jopa useita kym-
meniä viitteitä yhdessä dokumentissa. Viitetie-
dostoista on tarkastelu kiinnostavimpia, Interne-
tistä tai muuten nopeasti saatavissa olevia doku-
mentteja.
Tutkimuskartoitusaineistoa on hyödynnetty
projektin toisessa osatehtävässä, vaatimushallin-
nan uusimpien (State–of–the–Art) käytäntöjen
tunnistamisessa. Molemmat aihealueet menevät
pitkälti limittäin ja selkeää eroa tutkimusten ja
käytäntöjen kuvausten välillä ei ole.
2.3 Tutkimustilanneselvityksen rajaukset
Vaatimushallinta on tänään jo niin laaja osaamis-
alue, että sen käsittely tässä suppeahkossa selvi-
tyksessä jää melko yleisluontoiseksi. Tässä pro-
jektiosassa oli tavoitteena tunnistaa vaatimushal-
linnan tutkimustilannetta muutamilla sovellus-8alueilla, joiksi projektisuunnitelmassa on mainit-
tu automaatiojärjestelmä-, ydinvoimalaitos-, tie-
toliikenne- ja puolustusalat sekä viranomaistoi-
minta.
SAFIR-hankkeen alueen tukiryhmässä tunnis-
tettiin kuitenkin tarve fokusoida aluetta ensisijai-
sesti STUK:n viranomaistoiminnan suuntaan.
Selvityksessä tarkastellaankin tästä johtuen lä-
hinnä kansainvälisiä suurimpia tunnistettuja tut-
kimushankkeita sekä suomalaista tutkimusta
STUK:n viranomaistoiminnan tarpeita ajatellen.
2.4 Vaatimushallinnan tutkimus
2.4.1 Suomalainen vaatimushallinnan tutkimus
Suomessa vaatimushallintaan liittyvää tutkimus-
ta on tehty mm. Lappeenrannan teknillisessä yli-
opistossa (LTY), Joensuun yliopistossa (JOY),
Tampereen yliopistossa (TY) ja Teknillisessä kor-
keakoulussa (TKK).
Erillisistä tutkimushankkeista, joissa on usei-
ta osapuolia, merkittävimmät ovat QURE ja Eco-
Prop.
QURE-projektin [2-1] tutkimusongelma oli,
kuinka organisaatiot voivat kehittää kustannus-
tehokkaasti tuotteita, jotka vastaavat paremmin
käyttäjien ja asiakkaiden tarpeita. Tutkimukses-
sa kehitettiin malleja, menetelmiä ja käytäntöjä
vaatimusten määrittelyyn ja hallintaan sekä tes-
tattiin näitä malleja ja menetelmiä yhteistyöyri-
tysten kanssa.
Projektissa keskityttiin seuraaviin vaatimus-
ten määrittelyn ja hallinnan osa-alueisiin




• vaatimusten muutosten hallinta
• vaatimusten jäljitettävyys.
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vissä viitteen [2-1] Internet-sivuilla.
Lappeenrannan teknillisessä yliopistossa (LTY)
on selvitetty vaatimusmäärittelykäytäntöjä (Re-
quirements Engineering, RE) 12:ssa pienessä ja
keskisuuressa ohjelmistoyrityksessä [2-2]. Selvi-
tyksen mukaan yritykset eivät ole täysin pysty-
neet saavuttamaan vaatimusmäärittelyn mahdol-
listamia hyötyjä. Tärkeimmät kehittämisalueet
ovat 1) vaatimusmäärittelyprosessin sovittami-
nen omaan toimintaan, 2) vaatimusmäärittely-
prosessin parantaminen ja 3) vaatimusmääritte-
lykäytäntöjen automatisointi.
Uolevi Nikula on kehittänyt lisensiaattityös-
sään BARE-menetelmän vaatimusten määritte-
lyyn ja hallintaan pienissä hallinnollisissa ja lii-
ketoiminnan tietojärjestelmissä [2-3]. Tavoitteena
on ollut kehittää yksinkertainen ja helposti käyt-
töönotettava menetelmä. Se koostuu viidestä pe-
rusosasta: vaatimusdokumenttitemplate, vaati-
musmäärittely ja -hallintatekniikat, vaatimushal-
linnan työkalutuki sekä koulutus.
VTT on kehittänyt 1998–99 rakennushankkei-
den vaatimushallintaan Excel-pohjaisen työkalun
(EcoProp), jota on käytetty useissa rakennushank-
keissa [2-4]. Sillä voidaan määritellä vaatimukset
sekä itse rakennukselle että sen toteutukselle.
EcoProP-ohjelma on tarkoitettu toimivuuspohjais-
ten vaatimusten asettamiseen ennen rakennuk-
sen suunnitteluprosessin aloittamista. Ohjelmaa
voi käyttää jo hankesuunnitteluvaiheessa ja
hankkeen tavoitteiden lisäys joustavasti myöhem-
minkin on mahdollista.
VTT Elektroniikka on kehittänyt 1994–96 re-
aaliaikaisten sulautettujen järjestelmien ohjel-
mistotuotantoprosessin parantamiseen Pr2imer-
menetelmän [2-5], joka sisältää myös vaatimus-
hallintatekniikoita.
Suomalaisten tutkimusohjelmien puitteissa on
tehty useampia väitöskirjoja ja tuotettu useita
julkaisuja vaatimushallinnan eri osa-alueista.
Liitteessä 2–3 on lueteltu joitakin automaatiojär-
jestelmien vaatimushallintaan liittyviä suomalai-
sia dokumentteja ja IEC-standardeja.
2.4.2 Kansainvälinen vaatimushallinnan tutkimus
Lähteessä [2-6] on ansiokas katsaus vaatimus-
määrittelyn tutkimuksesta viimeisten 25 vuoden
ajalta. Siinä on kuvattu myös vaatimushallinnan
pääkäsitteet ja tekniikat, jotka on kehitetty tähänpäivään mennessä vaatimusmäärittelyn tehtävi-
en tueksi. Monimutkaista turvallisuuskriittistä




lyn keskeistä merkitystä järjestelmien kehittämi-
sessä. Dokumentin kirjoittajan suosikki monista
vaatimusmäärittelylähestymistavoista on tavoite-
pohjainen vaatimusmäärittely. Se soveltuu käy-
tettäväksi vaatimusmäärittelyn kaikissa vaiheis-
sa – mm. vaatimusten selvittämisessä, ristiriito-
jen selvittämisessä, poikkeustilanteiden tunnista-
misessa ja myös arkkitehtuurin johtamisessa vaa-
timuksista.
Viitteessä [2-7] on kuvattu mm. vaatimusmää-
rittelyn ongelmia ja vaatimusten selvityksen ja
neuvottelun (negotiation) tutkimusta. Vaatimus-
ten selvityksen ongelmat jaetaan siinä järjestel-
män rajojen ongelmiin, sidosryhmien ja analysoi-
jan väliseen ymmärtämiseen liittyviin ongelmiin
sekä vaatimusten muuttumiseen liittyviin ongel-
miin. Viitteessä on esitetty lukuisia näiden ongel-
mien käsittelyyn liittyviä tutkimuksia. Samoin on
käsitelty ristiriitaisten vaatimusten ratkaisuun
liittyviä vaatimusten neuvottelun tutkimuksia.
REAIMS-projektin [2-8] (ESPRIT, 1994–96) ta-
voitteena oli kehittää viitekehys vaatimusmäärit-
telyprosessin parantamiseksi luotettavien ja tur-
vallisuuskriittisten järjestelmien kehittämisessä
sekä arvioida sitä todellisessa teollisuusympäris-
tössä. Projektissa luotiin mm. vaatimusmääritte-
lyprosessin kypsyysmalli nykyisten käytäntöjen
arviointiin, vaatimusmäärittelyn hyvien käytän-
töjen ohje sekä prosessin parantamismalli. Siinä
kehitettiin myös Näkökulma-pohjainen (View-
point) vaatimusmäärittelymalli. Hyvien käytän-
töjen ohjeessa on yli 50 suositeltua käytäntöä
vaatimushallinnan eri vaiheisiin. Projektin tulok-
sia on kuvattu myös lähteessä [2-9].
Luodut käytännöt ja prosessin parantamis-
malli sopivat erityisesti monimutkaisten ohjel-
mistojärjestelmien suunnitteluun, joilta vaadi-
taan suurta luotettavuutta ja jotka ovat usein
turvallisuuskriittisiä. Sovellusalueita ovat mm.
pankki- ja vakuutusala sekä telekommunikaatio-,
kuljetus-, avaruus- ja kemiallinen teollisuus. Käy-
tännöt soveltuvat myös muiden alojen vaatimus-
hallintaan.
KAOS-menetelmä [2-10] sisältää sekä vaati-9
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driven elaboration) menetelmän vaatimusten
työstämiseen samoin kuin agenttien käytön vaa-
timusmäärittelyssä. Se sisältää myös metatason
tietämystä vaatimusten löytämisen helpottami-
seksi. Menetelmä sisältää myös Miksi-aspektin
perinteisen Mitä-aspektin lisäksi. Mitä-aspekti on
perinteisen vaatimusmäärittelyn sidosryhmävaa-
timusten näkökulma; sidosryhmävaatimuksilla il-
maistaan, mitä käyttäjän on järjestelmällä voita-
va tehdä tai aikaansaada. Miksi-näkökulmalla
saadaan perustelut vaatimuksille ja kehitettäväl-
le järjestelmälle.
KAOS-menetelmän avulla voidaan aikaansaa-
da kattavia ja oikeiksi todistettuja vaatimusmää-
rittelyjä. Menetelmä sisältää mm. työkalut tavoit-
teiden jakamiseksi osatavoitteiksi sekä siitä edel-
leen vaatimuksiksi. KAOS-mallin ja sen kuvaus-
kielen avulla voidaan kuvata vaatimuksia tavoit-
teiden, rajoitusten, objektien, toimenpiteiden,
agenttien, suhteiden, tapahtumien yms. avulla. Ku-
vauskieli on kaksitasoinen: toisella tasolla kuva-
taan käsitteitä, niiden attribuutteja sekä liityntö-
jä, toisella määritellään käsitteet muodollisella
kuvaustavalla. Vaatimusten välisten liitäntöjen
kuvaamiseen on myös esitystavat.
KAOS-menetelmä on tunnetuimpia tavoite-
pohjaisen vaatimusmäärittelyn menetelmiä. Se
on muodostanut perustan monille jatkosovelluk-
sille. Viitteessä [2-11] on myös kuvattu tavoite-
pohjaista vaatimusmäärittelyä.
ICARUS-tutkimuksessa (ESPRIT (1989–94)
[2-12] kehitettiin ns. agenttipohjaista vaatimus-
ten esittämistapaa ja skenaario-animaatiota oh-
jelmistoprojekteissa. Projektissa kehitettiin muo-
dollinen vaatimusten kuvauskieli, jolla vaatimuk-
set voidaan kuvata ja järjestää. Myös vaatimus-
ten tuottamisprosessia kehitettiin.
NATURE-tutkimuksessa [2-13] (1992–95) luo-
tiin kattava vaatimushallintaviitekehys ja -teoria
sovellusala-analyysiä, prosessin mallintamista
sekä vaatimustiedon hallintaa varten.
Taustana tutkimukselle oli vaatimusmääritte-
lyn muuttuminen projektien alkuvaiheen tukemi-
sen sijasta kattamaan monimutkaisten, pitkä-
ikäisten, nopeasti muuttuvassa toimintaympäris-
tössä toimivien ihminen–kone-järjestelmien koko
elinkaari. NATURE-viitekehyksen mukaan vaati-
musmäärittely on jatkuva prosessi, joka kehittää10eri sidosryhmien visiot ja vaatimukset monimut-
kaisissa yhteyksissä ja ympäristöissä.
NATUREssa kehitettiin kolme erityisteoriaa.
Vaatimussovellusalue-teoria (domain theory) an-
taa opastusta siitä, mikä asiayhteystietämys on
tarpeen ja kuinka se on organisoitava. Vaatimus-
prosessiteoria tarjoaa yhtenäisen prosessi-meta-
mallin, jossa pieni joukko rakenne-elementtejä
kattaa laajemman ja joustavamman valikoiman
prosessin ohjausstrategioita kuin muut ohjelmis-
to- tai työnkulkumallit. Tietämyksen esitysteori-
an tarkoituksena on määritellä, mitä alakohtaista
ja prosessitietämystä on hankittava ja kuinka
sitä on hallittava käyttäen epämuodollisten, puo-
limuodollisten ja muodollisten vaatimusten esi-
tystapojen yhdistelmää.
Projektissa kehitettiin myös prototyyppityöka-
luja kehitettyjen teorioiden testaamista varten.
Projektin raportit ovat saatavissa Internetissä [2-
13].
CREWS-projekti [2-14] oli ESPRIT-ohjelmaan
(1996–99) kuuluva tutkimus, jossa kehitettiin ja
arvioitiin menetelmiä ja työkaluja skenaariopoh-
jaiselle vaatimusten tunnistamiselle ja kelpuu-
tukselle. Skenaariolähestymistapa on hyvin ylei-
nen vaatimusmäärittelytapa, jota käytetään mo-
nien menetelmien osana. Projektin raportit sekä
templatet ovat saatavissa Internetistä.
ARENA-projektissa [2-15] kehitettiin vaati-
musten analysointimenetelmä tietoliikennepalve-
lujärjestelmien suunnitteluun. ARENA on vaati-
musmäärittelyprosessi, joka jakaa vaatimukset
yleisiin, erityisiin ja muodollisiin vaatimuksiin.
Se sisältää myös oliopohjaisen tietoliikennejärjes-
telmän palvelumallin. Sen tärkein tavoite on var-
mistaa vaatimusten jäljitettävyys. Menetelmässä
käytetään myös QFD-menetelmää (Quality Func-
tion Deployment) asiakasvaatimusten tunnista-
miseen.
RATS-projektissa [2-16] (Requirements Acqui-
sition and Specification for Telecommunication
Services, 1998) kehitettiin menetelmä ja työkalu
korkealaatuisten tietoliikennepalvelujen suunnit-
teluun. Lopputuloksena on RATS-asiantuntijajär-
jestelmään pohjautuva työkalu, joka ohjaa käyt-
täjää koko järjestelmän kehitysprojektin ajan.
RATS-työkalulla voi toteuttaa vaatimushallinnan,
vaatimusten jäljitettävyyden hallinnan ja vaiku-
tusanalyysin sekä vaatimusten dokumentoinnin.
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osoittaa vaatimushallinnan parhaiden käytäntö-
jen hyödyt ohjelmistokehityksessä. Projektin tu-
lokset osoittavat, että strukturoidun vaatimus-
määrittelylähestymistavan soveltaminen, sisältä-
en käytäntöjen käyttöönoton ja koulutuksen, joh-
taa vaatimusmäärittelyn kyvykkyyden selvään
parantumiseen.
Viitteessä [2-18] on kuvattu vaatimusten vuo-
rovaikutusten hallintaan (Requirements Interac-
tion Management) liittyviä tutkimuksia. Vuoro-
vaikutusten hallinta tarkoittaa niitä toimenpitei-
tä, joilla tunnistetaan, hallitaan ja järjestetään
järjestelmän vaatimusten ja vaatimusjoukkojen
kriittisiä suhteita. Tutkimuksissa vuorovaikutus-
ten hallinta on todettu vaatimushallinnan kriitti-
seksi osa-alueeksi, joka osaltaan johtaa vähem-
piin virheisiin ja korkeampaan sidosryhmätyyty-
väisyyteen. Vuorovaikutusten tutkimus on lisään-
tymään päin.
Vaatimusten muutokset järjestelmäprojektin
aikana ovat suuri ongelma mm. tietokonepohjais-
ten järjestelmien suunnittelussa ja toteutuksessa.
Nykyiset vaatimusmäärittelymenetelmät nojaa-
vat prosessipohjaisiin menetelmiin, mistä puuttu-
vat tuotenäkökulmaan liittyvät ominaisuudet.
Viitteessä [2-19] on kuvattu selvitystä, jossa on
tutkittu kahden casen kautta vaatimusten muu-
toksia. Selvitys painottaa vaatimusmäärittelyn
lähestymistavan muutosta tuotepohjaiseksi, jolla
vaatimusten muutoksia voidaan hallita parem-
min esimerkiksi turvallisuuskriittisten sovellus-
ten suunnittelussa.
Vaatimusmäärittelyn mallinnusta on kuvattu
viitteessä [2-20]. Dokumentissa esitellään vaati-
musmäärittelyn uudenlaisia konseptimalleja.
Viitteessä [2-21] on annettu yleiskuva vaatimus-
määrittelystä ml. mallinnus.
2.5 Menossa olevia vaatimushallinnan
tutkimuksia
Viitteessä [2-22] mainitussa lähteessä on kuvattu
Martin Glinzin johdolla menossa olevia vaatimus-
hallinnan tutkimuksia, jotka koskevat pääasiassa
vaatimusten määrittelykieliä ja skenaarioiden
käyttöä.
Parhaillaan menossa oleva CORE-hanke [2-23]
on vuoden 2003 alussa käynnistetty tutkimuspro-
jekti. Sen rahoittavat TEKES ja 10 yhteistyöyri-tystä. Projektin tavoitteena on kehittää syste-
maattisia käytäntöjä, joiden avulla suomalaiset
organisaatiot voivat kustannustehokkaasti ottaa
sidosryhmiä mukaan tuotekehitykseen niin, että
tuotteet täyttävät asiakkaiden ja käyttäjien tar-
peet. Tämän tavoitteen saavuttamiseksi projek-
tissa kehitetään ja sovelletaan prosesseja, käy-
täntöjä ja työkaluja sekä tuetaan niiden käyttöön-
ottoa yhteistyöyrityksissä. Projekti jakautuu kol-
meen osa-alueeseen:
• Kuinka yhdistää sidosryhmien tietämystä in-
novaatioiden lisäämiseksi?
• Kuinka analysoida heterogeenisia asiakas- ja
käyttäjätarpeita kilpailukykyisten ominai-
suuksien valitsemiseksi?
• Kuinka identifioida ja kuvata tuoteperheitä?
Viitteessä [2-24] on kuvattu LTY:ssä menossa ole-
vaa Uolevi Nikulan väitöskirjatyötä, jossa kehite-
tään pienille kaupallishallinnollisille ohjelmisto-
projekteille sopivaa vaatimusmäärittelykäytän-
töä, joka pohjautuu Jacksonin Simple IS-menetel-
mään. Tavoitteena on löytää kevyempi vaihtoehto
vaatimushallintakäytännöille, jotka yleensä on
kehitetty suurten ja monimutkaisten projektien
vaatimusmäärittelyyn.
REDEST-projektissa [2-25] (2001–) tavoittee-
na on kehittää 14 eurooppalaisen ohjelmistoyri-
tysten kanssa sulautettujen järjestelmien innova-
tiivisia vaatimusmäärittelymenetelmiä ja työka-
luja sekä ottaa ne käyttöön projekteissa. Se kes-
kittyy pääasiassa vaatimusten keräysvaiheen me-
netelmäkehitykseen.
Projektin tarkoituksena on parantaa euroop-
palaisen tieteen ja teknologian laatua. Lisäksi
REDEST:ssä mukana olevien yritysten muodosta-
masta ryhmästä on aiottu muodostaa riippuma-




Viitteessä [2-26] tarkastellaan vaatimushallintaa
käsittäen vaatimusten ja niihin liittyvien tietojen
järjestämisen sekä vaatimusten muutosten hal-
linnan. Siinä todetaan, että näillä tärkeillä alueil-
la on hyvin vähän tutkimusta. Kirjoittaja esittää-
kin viisi tutkimusaluetta, missä lisätutkimus on
tarpeen: vaatimusten muutosten hallinta, vaati-11
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on kehitetty käyttökelpoisia peruslähestymistapo-
ja ja menetelmiä, joita on myöhemmin kehitetty
edelleen ja sovellettu eri alojen projekteissa. Pää-
paino tutkimuksissa on ollut ja on edelleen ohjel-
mistotuotannossa ja siinä nimenomaan ohjelmis-
tojen vaatimusmäärittelyvaiheessa. Vaatimus-
määrittelyn merkitys järjestelmäsuunnittelussa
sekä sen vaikeus on ohjannut tutkimusta kehittä-
mään menetelmiä nimenomaan sitä vaihetta var-
ten. Muita vaatimushallinnan osa-alueita – kuten
esimerkiksi vaatimusten muutoshallinta, jäljitet-
tävyyden hallinta, vaatimustietojen hallinta – on
tutkittu vielä varsin vähän.
Muiden järjestelmien kuin ohjelmistojen vaati-
mushallintaa on tutkittu selvästi vähemmän. Oh-
jelmistojen vaatimushallintamenetelmät ja tek-
nologiat ovat kuitenkin sovellettavissa hyvin pit-
kälti muidenkin järjestelmien vaatimushallin-
taan.
Menossa on hyvin suuri määrä erilaisia vaati-
mushallinnan osa-alueiden tutkimuksia. Ne koh-
distuvat hyvin moniin eri osa-alueisiin pääpainon
ollessa edelleenkin ohjelmistotuotannossa.
Selvityksen osatavoitteena oli tunnistaa erityi-
siä, suoraan sovellusalakohtaisiin vaatimushal-
lintakäytäntöihin liittyviä tutkimuksia. ARENA-
ja RATS-tutkimukset oli kohdennettu tietoliiken-
nealalle sekä REAIMS turvallisuuskriittisten oh-
jelmistojen kehittämiseen. Muissa tutkimuksissa
ei erityistä sovellusalaa pidetty lähtökohtana.
Tutkimuksiin liittyneiden case-tapauksia ana-
lysoimalla on mahdollista löytää lisää erityisiä,
tietyille sovellusaloille sopivia käytäntöjä. Ylei-
sesti voidaan todeta, että kehitetyt käytännöt
soveltuvat monille sovellusalueille.
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gineering: An Approach To Technology Trans-
fer For Small Projects, http://www.it.lut.fi/
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Osa 2, Liite 1 Tutkimustilannekyselyn
asiantuntijat ja vastausten tiivistelmät
Uolevi Nikula, LTY
• Menossa on väitöskirjatutkimus vaatimusmää-
rittelystä: käyttövalmiin (sovellusaluekohtai-
sen) VM-menetelmän toimivuudesta käytän-
nössä. Sovellusalueena pienissä projekteissa
toteutettavat kaupallishallinnolliset sovelluk-
set. Ohjaajina ovat prof. Jorma Sajaniemi, JOY
ja prof. Heikki Kälviäinen, LTY.
Osmo Vikman, Nokia Research Centre
• vaatimushallinnan internet-linkkejä ja konfe-
renssiviitteitä (IEEE ym.)
• viittaukset QURE:een, CORE:een ja LTY:n tut-
kimuksiin.
Pasi Pasivirta, Puolustusvoimat
• Puolustusvoimissa on kehitetty oma vaatimus-
hallintaprosessi hankeohjausprosessin yhtey-
teen.
• Puolustusalan vaatimushallintaa tutkittu ja
kehitetty esim. UK:ssa.
• Tiedot eivät yleensä ole julkisia.13
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• tutkimusta tehdään LTY:n kanssa yhteistyös-
sä (U Nikula).
Marjo Kauppinen, SoberIT
• QURE projektissa lähtökohtana oli ohjelmisto-
intensiiviset tuotteet ja siinä kehitettiin monia
vaatimushallinnan käytäntöjä. Osa niistä poh-
jautuu kirjaan Sommerville, Sawyer, Require-
ments Engineering – A Good Practice Guide.
• Menossa CORE-tutkimusprojekti (2003–2005),
jonka tarkoituksena on kehittää käytäntöjä,
joiden avulla suomalaiset organisaatiot voivat
kustannustehokkaasti ottaa sidosryhmiä mu-
kaan tuotekehitykseen siten, että tuotteet
täyttävät asiakkaiden ja käyttäjien tarpeet.
Erkki Knuuttila, Merivoimat
• viittasi vastauksessaan em. suomalaisiin tut-
kimuksiin sekä RAMSEn asiantuntijoihin.
Timo Käkölä, JYY
• muutamia tiedostoviitteitä.
Osa 2, Liite 2 Vaatimushallinnan
termistöä
Tässä selvityksessä käytetyt yleisimmät suoma-
laiset vaatimushallintaprosessiin liittyvät termit


















Osa 2, Liite 3 Automaation
vaatimusmäärittelyyn ja
kelpoistukseen liittyvää kirjallisuutta
Laatu automaatiossa. Parhaat käytännöt. Suomen
Automaatioseura, 2001.
Tommila, Viitamäki: Vaatimusmäärittely proses-
siautomaatiossa. Lähestymistapoja esi- ja perus-
suunnitteluun. VTT tiedotteita 1292. Espoo 1991.
Kallela, Tommila, Tuominen: Osallistuva auto-
maation kehittäminen. Menetelmät. VTT tiedot-
teita 1511. Espoo 1993.
Tommila, Toola, Viitamäki: Prosessin mallintami-
nen ohjausjärjestelmän suunnittelun lähtökohta-
na. VTT tiedotteita 1099. Espoo 1990.
PSK 4601. Automaatiojärjestelmän hankinta.
Hankinta-asiakirjat. Prosessiteollisuuden stan-
dardoimiskeskus, 1986.
IEC 61508. Functional safety of electrical/electro-
nic/programmable electronic safety-related sys-
tems.
IEC 60880. Software for computers in the safety
systems of nuclear power stations.
IEC 61513. Nuclear power plants – Instrumenta-
tion and control systems important for safety –
General requirements for systems
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3 Vaatimushallintakäytännöt3.1 Johdanto
Järjestelmien parannukset ja muutokset sekä uu-
sien järjestelmien hankinnat toteutetaan projek-
teina. Vaatimushallinta on osa projektien hallin-
taa ja se vastaa projekteissa siitä, että lopputulos
vastaa haluttua eli että laatu (ml. turvallisuus) on
halutunlaista.
Vaatimushallinnan käytäntöjä voidaan käyt-
tää myös jatkuvaluonteisen toiminnan, kuten esi-
merkiksi koko yrityksen tai sen eri toimintojen
ohjaukseen. Tällöin voidaan puhua vaatimusohja-
tusta toiminnasta.
Vaatimushallinta on tänä päivänä jo erittäin
laaja osaamisalue, jolle on kehitetty lukuisa mää-
rä erilaisia toteutustapoja eli käytäntöjä, kuten
esimerkiksi mallinnus- ja lähestymistapoja, pro-
sesseja, kuvaustapoja yms. Vaatimushallinnan so-
veltajan onkin osattava valita omaan tarkoituk-
seensa parhaiten sopivat käytännöt.
Tämän osavaiheen tarkoituksena on ollut kar-
toittaa uusia (State–of–the–Art) vaatimushallin-
takäytäntöjä, jotka sopivat käytettäväksi ensisi-
jaisesti ydinturvallisuuden hallintaan liittyvissä
hankkeissa, projekteissa ja muussa toiminnassa.
3.2 Vaatimushallinnan käytäntöjen
selvityksen rajaukset
Vaatimushallinta on laaja osaamisalue, jonka ko-
konaisvaltainen tarkastelu vaatii huomattavan
ajan ja työmäärän. Tässä projektissa on ollut tar-
koitus tunnistaa State–of–the–Art-vaatimushal-
lintakäytäntöjä muutamalla sovellusalueella,
joiksi projektisuunnitelmassa on mainittu auto-
maatiojärjestelmä-, ydinvoimalaitos-, tietoliiken-
ne- ja puolustusala sekä viranomaistoiminta. SA-
FIR-hankkeen alueen 4 tukiryhmän kokouksessa
4.4.03 tunnistettiin tarve fokusoida aluetta. Sen
mukaan STUK:n tarpeet ydinturvallisuuden var-
mistajana ovat ensisijalla.3.3 Vaatimustenhallintaan
liittyviä käsitteitä
Vaatimus(ten)hallinta, VH (Requirements Ma-
nagement) käsittelee hankittavan tai kehitettä-
vän järjestelmän tavoitteiden määrittelyä, näiden
tavoitteiden kääntämistä vaatimusmäärittelyiksi
sekä vaatimusten kohdentamista järjestelmän
osille [3-1].
Sillä tarkoitetaan yleisimmin kaikkea sitä toi-
mintaa, jolla määritellään, organisoidaan ja doku-
mentoidaan vaatimukset järjestelmän (joka voi
sisältää laitteita, ohjelmistoa ja ihmisiä) aikaan-
saamiseksi, todennetaan (verifioidaan) nämä vaa-
timukset ja kelpuutetaan (validoidaan) valmis
järjestelmä vaatimuksia vastaan sekä hallitaan
kaikkea vaatimuksiin liittyvää tietoa ja niiden
muutoksia. Vaatimushallinnan tärkeimmät osa-
alueet ovat vaatimusmäärittely ja vaatimustieto-
jen sekä vaatimusten muutosten hallinta.
Vaatimusmäärittely, VM (Requirements En-
gineering, RE) on osa vaatimushallintaa, mikä
kattaa vaatimusten aikaansaamiseen liittyvän
osuuden.
Lähteessä [3-2] on esitetty useita vaatimus-




2) Järjestelmällinen ja iteratiivinen, yhteistyössä
tehtävä vaatimusten kehittämisprosessi ongel-
man analysoimiseksi, tuloshavaintojen doku-
mentoimiseksi eri esitysmuodoissa sekä tul-
kinnan virheettömyyden tarkistamiseksi.
3) Järjestelmän, laitteen tai ohjelmiston vaati-
musten selvittämis- ja jalostamisprosessi
(IEEE-610.12, 1991).
Lähteessä [3-3] on puolestaan seuraava määritel-
mä: Vaatimusmäärittely on ohjelmistosuunnitte-15
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lee ohjelmistojen todellisia tavoitteita, toimintoja
ja reunaehtoja. Se käsittelee myös näiden tekijöi-
den suhteita tarkoituksena määritellä tarkasti
ohjelmiston käyttäytyminen sekä sen ajallinen ja
ohjelmaperheen kehittyminen.
Perinteisesti vaatimusmäärittelyllä on haettu
vastauksia kysymykseen mitä järjestelmältä odo-
tetaan. Nykyaikainen vaatimusmäärittely käsit-
telee kolmenlaisia kysymyksiä: Miksi-Mitä-Kuka-
kysymyksiä [3-1]. Miksi-kysymyksillä haetaan pe-
rustelut vaatimuksille, Mitä-kysymyksillä itse
vaatimukset ja Kuka/mikä-kysymyksillä järjes-
telmän toimijat – ns. agentit – sekä vaatimusten
liitynnät niihin.
Vaatimusten muutosten hallinta, (Require-
ments Change Management) käsittää vaatimus-
ten muutoksiin liittyvät toiminnat ml. vaatimus-
ten jäljitettävyyden hallinnan. Vaatimukset eivät
ole pysyviä vaan ne voivat muuttua projektin
aikana useastakin syystä. Muutosten vaikutukset
projektiin on pystyttävä selvittämään nopeasti ja
kattavasti, ja tässä auttaa vaatimusten jäljitettä-
vyys. Muutosten teon on oltava hallittua, jotta
kuka tahansa ei voisi ilman perusteita tehdä
muutoksia, jotka voivat vaikuttaa merkittävästi
projektin onnistumiseen.
Vaatimusten jäljitettävyydellä, (Require-
ments Traceability) tarkoitetaan yleensä kykyä
kuvata ja seurata vaatimuksen elinkaarta sekä
eteen- että taaksepäin (esim. vaatimuksen läh-
teestä läpi järjestelmän kehitys-, suunnittelu-,
toteutus- ja käyttövaiheiden sekä vaatimuksen
jalostamis- ja iteraatiovaiheiden) [3-4]. Lähteessä
[3-4] on tarkasteltu jäljitettävyyteen liittyviä on-




selvityksessä erilaiset vaatimushallinnan proses-
sit, lähestymistavat ja viitekehykset, vaatimus-
hallintaprosesseissa käytetyt menetelmät ja mal-
linnustavat, vaatimusten kuvaustavat ja kuvaus-
kielet sekä vaatimusten katselmointi-, todenta-
mis- ja kelpuutustavat. Selkeää eroa esim. proses-
sien, lähestymistapojen ja menetelmien välillä ei
kuitenkaan aina ole nähtävissä, sillä esitetyt ku-
vaukset sisältävät piirteitä useista eri näkökul-
mista.163.5 Vaatimusmallinnus
Mallinnus on vaatimushallinnan ydinprosessi [3-
5]. Olemassa oleva ja suunniteltava järjestelmä
mallinnetaan ensin jollain abstraktilla tavalla,
minkä perusteella järjestelmä suunnitellaan ja to-
teutetaan. Vaatimusmallinnus palvelee vaatimus-
määrittelyä samoin kuin vaatimusten dokumen-
tointia ja muutoksia. Vaatimusmäärittelyn tutki-
mus ja menetelmäkehitys onkin keskittynyt pit-
kälti vaatimusten mallinnus- ja määrittelyteknii-
koihin.
Mallinnus tarkoittaa abstraktia kuvausta
suunniteltavasta järjestelmästä [3-6]. Malleilla
voidaan kuvata monia vaatimusmäärittelyproses-
sin osa-alueita, kuten esimerkiksi vaatimusten
selvittämistä. Vaatimusmäärittelyyn liittyviä tär-
keitä mallinnusalueita ovat viitteen [2-6] mukaan
yritysmallinnus (enterprise modeling), datamal-
linnus, käyttäytymisen (behavior) mallinnus, so-
vellusalamallinnus (domain modeling) sekä ei-
toiminnallisten vaatimusten mallinnus.
Yritysmallinnuksella kuvataan organisaation
käyttäytymistä ja samalla saadaan tietoa kehitet-
tävän järjestelmän tarkoituksesta sekä liitynnöis-
tä yrityksen toimintaan. Mallinnustapoja on käy-
tössä monenlaisia, joista erästä tietojärjestelmä-
mallinnukseen liittyvää lähestymistapaa on ku-
vattu lähteessä [3-7]. Tuloksena saadaan mm.
liiketoimintatavoitteet, joita voidaan käyttää suo-
raan vaatimusmäärittelyn lähtötietoina.
Datamallinnusta käytetään yleisesti suurten
tietojärjestelmien mallinnuksessa. Mallinnusme-
netelmistä ovat esimerkkeinä kohdemallit (enti-
ty-relationship) sekä nykyään yhä yleisemmin
käytetyt monet oliopohjaiset (object-oriented) me-
netelmät.
Käyttäytymisen mallinnuksella kuvataan jär-
jestelmän dynaamista ja toiminnallista käyttäy-
tymistä. Laaja joukko erilaisia mallinnusmenetel-
miä alkaen strukturoidusta analyysistä oliopoh-
jaisiin menetelmiin sekä epämuodollisista muo-




musten) mallinnuksella vaatimukset pyritään ku-
vaamaan mitattavassa tai testattavassa muodos-
sa.
Vaatimusmäärittelyprosessin mallintamista
on kuvattu esimerkiksi viitteessä [3-8].
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Prosessi on organisoitu joukko toimia, jotka muut-
tavat lähtötiedot lopputuloksiksi [3-9]. Vaatimus-
hallinnassa on esittäjästä ja painotuksesta riip-
puen käytössä erilaisia prosesseja, joista seuraa-
vassa on esitetty esimerkkejä.
3.6.1 Erilaisia vaatimushallintaprosesseja
Vaatimushallintaprosessiin kuuluvat viitteen
[2-9] mukaan seuraavat osaprosessit:
Soveltuvuusselvitys, jolla selvitetään, kannattaa-
ko ajateltu idea (uusi järjestelmä tms.) toteut-
taa.
Vaatimusten selvitys ja analyysi, jossa tuotetaan
hankittavalle tai suunniteltavalle järjestelmäl-
le, tuotteelle tai organisaatiolle asetettavat
vaatimukset.
Vaatimusten viimeistely, jossa vaatimukset muo-
toillaan sovittuun esitysmuotoon ja järjeste-
tään sopivaan järjestykseen.
Vaatimusten kelpuutus, jolla dokumentoidut vaa-
timukset hyväksytään sisältönsä ja laatunsa
puolesta, tavallisimmin katselmoimalla.
Vaatimusten priorisointi, jossa vaatimukset asete-
taan tärkeysjärjestykseen.
Vaatimusten dokumentointi, jossa tuotetaan vaa-
timusdokumentti (tai -tietokanta).
Vaatimusten muutosten hallinta, jolla hallitaan
projektin tms. aikana vaatimuksiin tulevia
muutoksia ja niiden vaikutuksia projektiin.
Perusprosessi muistuttaa ns. vesiputousmallia,
jossa tehtävät seuraavat peräkkäin toisiaan. Käy-
tännössä tehtävät eivät aina seuraa toisiaan edel-
lä esitetyssä järjestyksessä, koska työn kuluessa
tulee esille usein uutta tietoa, jonka vuoksi on
palattava täydentämään edellisiä vaiheita, eli
prosessiin kuuluu iteraatiokierroksia.
Tästä prosessista on käytössä monia eri vari-
aatioita eri nimityksillä, mutta niissä on yleensä
edellä esitetyt perustehtävät.
Spiraalimallissa (viite [3-9]) tehtävät toistu-
vat useassa jaksossa ja vaatimusjoukko kasvaa
vähitellen kierros kierrokselta, kunnes vaatimus-
joukko on riittävän hyvin määritelty.
REPEAT-malli (viite [3-9]) on vaatimusten ti-
laan perustuva malli, jossa vaatimusten on lä-
päistävä eri tilat, joihin liittyy määriteltyjä toi-
menpiteitä.Viitteen [3-10] mukaan vaatimusmääritte-
lyyn kuuluvat seuraavat kolme osaprosessia: vaa-
timusten selvitys, määrittely ja kelpuutus.
Viitteessä [3-11] taas vaatimusmäärittely jae-
taan viiteen osaprosessiin: vaatimusten selvitys,
vaatimusten analyysi, vaatimusten määrittely,
vaatimusten kelpuutus ja vaatimushallinta. Tä-
män mukaan vaatimusmäärittely onkin yläkäsite
ja vaatimushallinta sen alakäsite.
Viiteen [3-12] vaatimusmäärittely taas koos-
tuu seuraavista vaiheista: vaatimusten selvitys,
vaatimusanalyysi, vaatimusneuvottelu ja vaati-
musten dokumentointi.
Viitteessä [3-11] ohjelmistojen vaatimusmää-
rittelyyn taas katsotaan kuuluvaksi sovellusala-
analyysi, sidosryhmäanalyysi, tavoitteiden ja ske-
naarioiden määrittely, vaihtoehtojen tutkiminen,
riskianalyysi, neuvottelu, vaihtoehtojen dokumen-
tointi, määrittely, todentaminen, kelpuutus ja
muutoshallinta.
Eri lähestymistavoissa vaatimusmäärittelyyn
luetaan siis kuuluvaksi erilaisia osaprosesseja.
Tosin eri osaprosessien sisältö voi vaihdella ja
siten prosessi kokonaisuudessaan on keskeisim-
miltä osiltaan melko samanlainen. Osaprosessija-
olla haluttaneen lähinnä korostaa tiettyjen osa-
vaiheiden merkitystä.
Lähteen [3-14] mukaan ei ole olemassa yhtä
ainoata vaatimusmäärittelyprosessia, joka sopisi
kaikille organisaatioille. Jokaisen organisaation
on kehitettävä oma prosessinsa, joka sopii siinä
kehitettäville järjestelmille, sen omaan organi-
saatiokulttuuriin sekä organisaatiossa työskente-
levien ihmisten kokemukseen ja osaamiseen.
Tässä raportissa kahdesta vastakkaisesta ryh-
mittelyyn liittyvästä määrittelystä on valittu vaa-
timushallinta yläkäsitteeksi ja vaatimusmääritte-
ly sen osaksi.
3.6.2 Vaatimushallinnan perusprosessi
Selvityksen perusteella voidaan vaatimushallin-
taan katsoa kuuluvan seuraavat osaprosessit:
1. Järjestelmäympäristöanalyysi
2. Vaatimusten selvittäminen
3. Vaatimusanalyysi ja -määrittely (ml. vaati-
musten priorisointi)
4. Vaatimustietojen hallinta (ml. vaatimusten do-
kumentointi sekä jäljitettävyyden ja muutos-
ten hallinta)17




hin ongelmaan järjestelmällä haetaan ratkaisua
ja mihin toimintaympäristöön se liittyy. Analyysin
tuloksena saadaan mm. tarpeellista taustatietoa
sekä kuvaus nyky- ja tavoitetilasta sekä hahmo-
telma järjestelmästä ja sen käyttäjistä sekä sen
ajatellusta käytöstä ja käyttötavoista.
3.6.2.2 Vaatimusten selvittäminen
(requirements elicitation)
Vaatimusten selvittäminen katsotaan usein en-
simmäiseksi vaiheeksi vaatimusmäärittelyssä [3-
14]. Jo selvitys-termi ilmaisee sen, että vaatimuk-
set eivät ole jossain valmiina odottamassa, vaan
niiden saamiseksi on tehtävä työtä. Selvityksen
aikana kerätty tieto on vielä tulkittava, analysoi-
tava, mallinnettava ja kelpuutettava ennen kuin
voidaan katsoa, että riittävän laadukas ja kattava
vaatimusjoukko on aikaansaatu.
Vaatimusten selvitystä ohjaavat pitkälti pro-
jektissa valittavat mallinnusmenetelmät, jotka
määräävät, millaista vaatimusten selvitystekniik-
kaa on käytettävä.
Eräs vaatimusten selvittämisen tärkeitä ta-
voitteita on määrittää järjestelmän rajat, koska
siitä riippuvat sitä seuraavat selvitystehtävät [3-
14]. Sidosryhmien selvittäminen on myös kriittis-
tä, koska järjestelmä tehdään sidosryhmiä varten.
Järjestelmän tavoitteiden selvittäminen on myös
oleellista, jotta ymmärretään paremmin, mihin
ongelmiin järjestelmällä haetaan ratkaisuja.
Vaatimusten selvittämiseen liittyy myös vaati-
musten tarkastus sidosryhmien toimesta silloin,
kun ne ovat olleet mukana työssä. Tarkastuksessa
varmistetaan, että sidosryhmätarpeiden tulkinta
on tehty oikein.
3.6.2.3 Vaatimusten selvitystekniikoita
Käytettävä selvitystekniikka riippuu työhön käy-
tettävissä olevasta ajasta ja muista resursseista
sekä selvitettävän tiedon laadusta [3-14]. Erotet-
tavissa on seuraavanlaisia selvitystekniikkaryh-
miä:
• perinteiset tekniikat, kuten kyselyt, haastatte-
lut, dokumenttien analysointi, organisaatio-18kaaviot, prosessimallit, standardit ja käyttö-
ym. käsikirjat.
• ryhmäselvitystekniikat, kuten aivoriihet, fo-
kusryhmät ja JAD-workshopit.
• prototyypit, joita käytetään erityisesti silloin,
kun on olemassa suuri epävarmuus vaatimus-
ten suhteen.
• mallipohjaiset tekniikat, joissa käytetään eri-
tyistä mallia tiedon keräämisen ohjaamisessa.
Tällaisia ovat tavoitepohjaiset menetelmät
(esim. KAOS) sekä skenaariopohjaiset mene-
telmät (esim. CREWS).
• kognitiiviset tekniikat on alunperin kehitetty
tietämyspohjaisten järjestelmien kehittämi-
seen. Ne käsittävät esim. protokolla-, analyy-
si-, porrastus- (laddering), korttien lajittelu-
sekä matriisitekniikoita.
• asiayhteystekniikat, kuten esimerkiksi etno-
graafiset, etnometodologiset ja keskusteluana-
lyysitekniikat.
3.6.2.4 Vaatimusten selvitysprosessi
Selvitystekniikoiden käytön ohjaamiseksi tarvi-
taan ohjausta prosessin muodossa [3-14]. Mene-
telmät tarjoavat erään ohjaustuen. Kukin mene-
telmä omaa omat vahvuutensa ja heikkoutensa,
ja on normaalisti parhaiten sopiva tietylle sovel-
lusalueelle, esim. ohjelmistokehitykseen. Esimer-
kiksi CREWS [3-15] tarjoaa menetelmän vaati-
musten selvittämiseen käyttäen apuna käyttöta-
pauksia (use cases) ja skenaarioita.
Kaikissa tapauksissa ei ole tarpeen soveltaa
täysmittaista menetelmää tai prosessia, vaan voi-
daan valita vain pelkkä tilanteeseen soveltuva
tekniikka tai tekniikoita.
3.6.2.5 Vaatimusanalyysi ja -määrittely
Vaatimusanalyysissä jalostetaan selvitysvaihees-
sa tuotetusta aineistosta sidosryhmävaatimukset.
Jalostuksessa käytetään apuna vaatimusmallin-
nusta.
Määrittelyvaiheessa tuotetut vaatimukset kir-
joitetaan oikeaan vaatimusmuotoon sekä järjeste-




jälkeen järjestelmävaatimukset käyttäen soveltu-
via mallinnusmenetelmiä ja -tekniikoita apuna.
S T U K - Y TO - T R 2 0 33.6.2.6 Vaatimustietojen hallinta
Vaatimustietojen hallintaan sisältyy vaatimustie-
tojen dokumentointi, vaatimusten jäljitettävyyden
luonti ja ylläpito sekä vaatimusten muutoksiin
liittyvä tietojen hallinta.
Vaatimustietoja dokumentoidaan käyttäen toi-
misto-ohjelmistoja (esim. Word, Excel) tai erityi-
sesti vaatimushallintaan tarkoitettuja työkaluja
(esim. DOORS, Caliber). Suurten vaatimusmääri-
en hallitsemiseksi on syytä käyttää tarkoitukseen
kehitettyjä vaatimushallintatyökaluja.
Jäljitettävyyteen liittyvät liitynnät (linkit) luo-
daan jo vaatimusmäärittelyvaiheessa ja niitä yl-
läpidetään samalla kuin muitakin vaatimustieto-
ja. Jäljitettävyys edellyttää yleensä myös hyvän
vaatimushallintatyökalun käyttöä.
Vaatimusten muutosten hallintaan kuuluu
muutosten vaikutusten analysointi ja muutosten
hyväksyminen. Ilman systemaattista muutospro-
seduuria ei vaatimuksia saa muuttaa kesken pro-
jektin.
3.6.2.7 Vaatimusten katselmointi ja hyväksyminen
Vaatimukset katselmoidaan niiden valmistuttua.
Katselmoinnissa arvioidaan vaatimuksia sekä
varmistetaan yksittäisten vaatimusten sekä koko
vaatimusjoukon laatu. Katselmoidut vaatimukset
hyväksytään suunnittelun jatkon pohjaksi katsel-
moinnin jälkeen.
3.6.2.8 Vaatimusten käyttö
Vaatimusten käyttöön sisältyy niiden käyttö
suunnittelussa sekä niiden todentaminen ja kel-
puutus.
Vaatimusten pohjalta kehitetään sitä seuraa-
van suunnitteluvaiheen vaatimukset tai ratkai-
sut. Esimerkiksi järjestelmävaatimusten pohjalta
määritetään järjestelmän toiminnallinen ja fyysi-
nen arkkitehtuuri.
Todentamisella osoitetaan, että kunkin suun-
nittelu- ja toteutusvaiheen tulokset täyttävät
edeltävät vaatimukset. Esimerkiksi järjestelmä-
vaatimukset todennetaan sidosryhmävaatimuksia
vastaan ja suunnitteluratkaisut järjestelmävaati-
muksia vastaan.
Kelpuutuksella osoitetaan, että valmis järjes-
telmä täyttää sidosryhmävaatimukset. Kelpuutus
tapahtuu valmiilla järjestelmällä oikeassa käyttö-
ympäristössä ja -olosuhteissa.3.7 Vaatimushallinnan
State–of–the–Art-käytäntöjä
3.7.1 Yleistä
Tässä tehdyn selvityksen perusteella kehitty-
neimmät saatavilla olevat vaatimushallintakäy-
tännöt (State–of–the–Art) ovat yleispäteviä ja so-
pivat yleensä käytettäväksi useilla sovellusalueil-
la. Pelkästään ohjelmistojen tuottamiseen on kui-
tenkin kehitetty nimenomaan niihin soveltuvia
vaatimushallintakäytäntöjä, jotka eivät sellaise-
naan sovellu vain laitteistoja (hardware) sisältä-
vien järjestelmien vaatimushallintaan. Tällaisia
ovat mm. monet muodolliset vaatimusten kuvaus-
kielet.
Tietty sovellusalue, -tehtävä tai -ympäristö voi
toisaalta tarvita erityisen fokusoinnin tai erityi-
sen tekniikan vaatimusmäärittelyssä [3-16].
Tämä pätee esimerkiksi reaktiivisten säätöjärjes-
telmien tapauksessa, joille on kehitetty mm. SCR-




Turvallisuuskriittisiltä järjestelmiltä, kuten esi-
merkiksi ydinvoimalaitosten digitaalisilta I&C-
järjestelmiltä, edellytetään erityisen korkeaa tur-
vallisuustasoa [3-20]. Vaatimusmäärittelyt näyt-
televät merkittävää roolia tällaisten järjestelmien
turvallisuuden arvioinnissa. Vaatimusdokument-
tien katselmoinnit ja testit sekä jäljitettävyyden
hallinta nähdään tärkeiksi keinoiksi turvallisuu-
den varmistamisessa. Lisäksi osapuolten välisen
kommunikaation on toimittava. Kaikki nämä
muodostavat tärkeän perustan esimerkiksi auto-
maatiojärjestelmien ja ohjelmoitavien laitteiden
suunnittelussa ja toteutuksessa.
Edellisten tekijöiden lisäksi on vaatimusmää-
rittelyjen laadulla selvä vaikutus lopputulokseen.
Viitteessä [3-21] on esitetty yhteenvetoa muodol-
listen määrittelyjen (formal specifications) sovel-
tuvuudesta uusien järjestelmien kehittämiseen ja
olemassa olevien järjestelmien parantamiseen.
Sen mukaisesti muodollisten määrittelyjen avulla
saatiin korkealaatuisia tuloksia mm. liikenne-,
tieto-, tietoliikenne- ja voimalaitosten säätö- ja
turvallisuusjärjestelmien kehittämisessä.
Viitteessä [3-22] on esitetty turvallisuuskriit-19
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nettelyjä ml. vaatimusmäärittelyyn liittyviä teki-
jöitä. Siinä nähdään muodolliset vaatimusmäärit-
telyt ja vaatimusten analysointi sekä kelpuutus
tärkeiksi keinoiksi ohjelmiston laadun varmista-
misessa.
3.7.3 Vaatimusmäärittelyn lähestymistavat
Seuraavassa on esitetty selvityksessä tunnistetut
vaatimushallintalähestymistavat.
Kartoituksessa on tunnistettu nykyään ylei-
sesti käytettyjä vaatimusmäärittelyn lähestymis-
tapoja. Niiden erilaisia sovelluksia löytyy maail-

















esimerkiksi SADT [3-23] ja sen sovellukset.
SADT:ssa keskeisenä on datapohjainen lähesty-
mistapa ja tärkeimpänä esitysmuotona ovat data-
vuokaaviot.
Toiminnallinen vaatimusmäärittely painottaa
järjestelmän toiminnallista osittamista ja pääpai-
no on järjestelmän käyttäjille tarjoamissa palve-
luissa. Järjestelmä ja vaatimukset on organisoitu
näiden toimintojen ympärille.
Toiminnallisen analyysin avulla tuotetaan ta-
vallisesti toimintolohkokaavio tai muu vastaava
esitys järjestelmän toiminnoista. Toiminnot jae-
taan osatoimintoihin ja järjestetään hierarkkises-
ti toimintopuuksi tai -lohkokaavioksi. Tämä hie-
rarkia toimii alussa vaatimusten järjestämisen
rakenteena, mutta sitä voi suunnitteluprosessin
kuluessa joutua muuttamaan. Toimintojen perus-
teella tuotetaan niihin liittyviä toiminnallisia
vaatimuksia. Toiminnallisiin vaatimuksiin liitty-20vät sekä yleiset ei-toiminnalliset vaatimukset
määritetään erikseen.
Toiminnallista mallinnusta voidaan käyttää
sekä sidosryhmä- että järjestelmävaatimusten
tuottamisen, järjestämisen ja todentamisen apu-
na.
3.7.3.2 Tavoitepohjainen vaatimusmäärittely
Tavoitepohjainen vaatimusmäärittely [3-24, 3-5,
3-25] pohjautuu järjestelmän ylätason visioon ja
tavoitteisiin. Tavoitteet tukevat vaatimusmäärit-
telyä niiden kehittämisessä, todentamisessa, kel-
puutuksessa, ristiriitojen ratkaisussa ja neuvotte-
luissa sekä vaatimusten perusteluissa ja muutok-
sissa.
Tavoitteet määritetään ja mallinnetaan pro-
sessin alussa. Mallinnukseen kuuluu myös tavoit-
teiden luokittelu sekä tavoitteiden attribuuttien
sekä liityntöjen (linkkien) määrittely.
Tavoitteiden määrittely voidaan tehdä käyttä-
en erilaisia kuvaustapoja epämuodollisesta muo-
dolliseen. Mallinnus ja määrittely toimivat tuke-
na vaatimusmäärittelyn eri vaiheissa kuten vaa-
timusten kehittämisessä, johdonmukaisuuden ja
kattavuuden tarkastuksessa, vaihtoehtojen valin-
nassa, vaatimusten muutosten hallinnassa jne.
Tavoitepohjaisen VM:n avulla voidaan myös
todentaa, että kehitetyt vaatimukset täyttävät
tunnistetut tavoitteet. Tämä voidaan tehdä joko
epämuodollisen tai muodollisen tarkastelun avul-
la.
Tavoitteet voidaan hyväksyä (kelpuuttaa) ske-
naarioiden avulla. Skenaarioiden käyttöä tähän
on kuvattu esim. lähteessä [3-26].
Osatavoitteiden ja vaatimusten kehittäminen
voidaan tehdä esim. Miten-kysymyksillä [3-26] ja
[3-27], joilla saadaan kehitettyä vaatimus–tavoi-
tehierarkiaa alaspäin. Miksi-kysymyksillä taas
saadaan kehitettyä hierarkiaa ylöspäin. Tavoittei-
ta voidaan johtaa myös kehittyneemmillä mene-
telmillä, joihin on viitattu lähteessä [3-24].
Tavoitepohjaista menetelmää soveltaa mm.
KAOS-menetelmä, jota on myös kuvattu lähtees-
sä [3-27]. KAOS-menetelmässä käytetään sen
omaa muodollista kuvauskieltä ja tietämyspoh-
jaa. KAOS-menetelmää on lähteen [3-27] mukaan
käytetty 11 projektissa, mm. lennonvalvontajär-
jestelmän sekä sairaalan ensiapujärjestelmän ke-
hittämisessä.
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mm. Albert-kuvauskieli [3-28], i*- [3-28], NFR- [3-
29] ja NATURE-lähestymistavat [3-30].
3.7.3.3 Skenaariopohjainen vaatimusmäärittely
CREWS-tutkimuksessa [3-31] kehitettiin lähesty-
mistapaa ja työkalu skenaarioiden käytölle vaati-
mushallinnassa.
Skenaariot kuvaavat joko tekstimuotoisena tai
graafisesti peräkkäisiä vaiheita tai askelia, jonka
nykyinen tai suunniteltava järjestelmä suorittaa.
Sen tarkoitus on stimuloida ja dokumentoida aja-
tuksia olemassa olevista ongelmista, tapahtumis-
ta ja niihin liittyvistä oletuksista sekä toiminta-
mahdollisuuksista ja riskeistä. Skenaariot tarjoa-
vat keskitason abstraktion mallien ja todellisuu-
den välillä, jotka toimivat maailmanlaajuisesti
ymmärrettynä, osallistuvan suunnittelun välinee-
nä sekä helpottavat suunnittelutietämyksen uu-
delleenkäyttöä.
Vaatimusten selvityksen alkuvaiheessa ske-
naariot kohdentuvat nykyisen järjestelmän ongel-
miin. Siten ne helpottavat muutostavoitteiden
tunnistamista ja auttavat johtamaan yksityiskoh-
taisempia tavoitteita. Kun tulevan järjestelmän
vaatimukset on määritelty, voidaan tuottaa ske-
naarioita vaatimusten kelpuuttamiseen todelli-
suutta ja korkean tason tavoitteita vastaan, mut-
ta myös auttamaan jalostamaan vaatimuksia esi-
merkiksi poikkeustilanteiden käsittelyyn.
Viitteessä [3-32] on kuvattu selvitystä skenaa-
riopohjaisen lähestymistavan käytöstä 15 projek-
tissa eri Euroopan maissa. Selvitys osoittaa, että
skenaarioita käytetään hyvin monella eri tavalla
ja että tarvitaan enemmän menetelmällistä ohja-
usta sekä parempaa työkalutukea skenaariopoh-
jaisessa vaatimusmallinnuksessa.
3.7.3.4 Oliopohjainen vaatimusmäärittely
Viitteessä [3-33] kuvataan kehitettyä oliopohjais-
ta lähestymistapaa. Oliopohjainen mallinnus on
yleisesti käytetty menetelmä ohjelmistojen tuo-
tannossa. Vaatimusmallinnuksessa järjestelmää
tarkastellaan olioiden (objektien) ja niiden omi-
naisuuksien avulla.
Oliopohjaista mallia on viitteen [3-33] mukaan
helppo muuttaa ja laajentaa projektin kuluessa.
Mallinnus verrattuna toiminnalliseen mallinnuk-
seen on myös helppoa mallin kuvauksen ollessa
lähellä fyysistä järjestelmää; olioiden uudelleen-käyttömahdollisuus on parempi ja suunnittelu-
prosessi voidaan nähdä pelkästään oliomallin ke-
hittymisenä radikaalien muutosten sijasta; mal-
lin kelpuutus sidosryhmien toimesta on myös hel-
pompaa.
3.7.3.5 Agenttipohjainen vaatimusmäärittely
Agentti on itsenäinen olio tai elementti (ihminen,
ohjelmisto, laite, järjestelmä tms.), joka on vuoro-
vaikutuksessa ympäristönsä kanssa; ne ovat riip-
pumattomia, ne kommunikoivat toisten agenttien
kanssa, reagoivat ”ärsykkeisiin”, ne ovat liikku-
via, ennakoivia, älykkäitä, niillä on ”luonnetta”,
ne oppivat ja kehittyvät.
Viitteissä [3-34, 3-35] on kuvattu agenttipoh-
jaista lähestymistapaa vaatimusmallinnukseen ja
käsitelty myös monia muita lähestymistapoja,
joissa on samanlaisia piirteitä kuin kaavaillussa
agenttilähestymistavassa. Lähestymistapa ei ole
aivan samanlainen kuin mikä on käytössä ohjel-
mistotuotannossa. Menetelmä ei vielä ole kovin
pitkälle kehitetty, mutta dokumentin mukaan se
voisi tarjota paremman vaihtoehdon vaatimus-
määrittelyyn verrattuna moniin muihin lähesty-
mistapoihin. Viitteessä [3-35] on esitetty agentti-
lähestymistapaa soveltavista erityismenetelmistä
CSD- (Composite systems Design), KAOS-lähesty-
mistavat ja F3- ja i*-viitekehys sekä Albert II-
kuvauskieli.
Viitteessä [3-25] on kuvattu yhdistelmää, jossa
on sovellettu tavoite- ja agenttipohjaista lähesty-
mistapaa valmiista komponenteista rakennetta-
vien järjestelmien vaatimusmäärittelyyn (CARE-
menetelmä). Yleensä suurin osa vaatimusmäärit-
telymenetelmistä olettaa, että järjestelmä luo-
daan aivan tyhjästä, kun tilanne useimmiten on
se, että järjestelmä kootaan osista. Dokumentti
osoittaa tällaisen järjestelmäkehityksen omat eri-
tyispiirteet ja ongelmat sekä kuvatun menetel-
män keinot niiden ratkaisemiseksi.
3.7.3.6 Näkökulmapohjainen vaatimusmäärittely
Näkökulmapohjaista lähestymistapaa kehitettiin
jo 1980-luvulla, mitä edustaa esimerkiksi CORE-
menetelmä [3-36]. Uudempi Viewpoint-malli [3-
23] perustuu erilaisten näkökulmien avulla ta-
pahtuvaan tarkasteluun ja sitä kautta vaatimus-
ten tunnistamiseen. Näkökulmia suositellaan va-
littavaksi vähintään kolme, mutta ei mielellään
yli kuutta.21
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van puolesta ovat:
1. Järjestelmän käyttö on heterogeenista – ei ole
sellaista kuin tyypillinen käyttäjä. Näkökul-
mat organisoivat eri käyttäjien ja sidosryhmi-
en vaatimuksia.
2. Erilaista tietoa sovellusalueelta, ympäristöstä
ja järjestelmän kehittämisestä tarvitaan jär-
jestelmän määrittelyyn. Näkökulmia voidaan
käyttää tämän tiedon keräämiseen ja järjestä-
miseen.
3. Näkökulmia voidaan käyttää apuna vaatimus-
ten selvittämisprosessin strukturoinnissa.
4. Näkökulmia voidaan käyttää runkona erilai-
sille järjestelmämalleille, jotka tarjoavat jär-
jestelmän määrittelytietoa.
5. Näkökulmia voidaan käyttää strukturoimaan
vaatimuskuvauksia ja paljastamaan ristiriito-
ja vaatimusten välillä.
Näkökulmat voidaan luokitella kolmeen pääryh-
mään: vuorovaikutus-näkökulmaan (interactor),
epäsuoraan sidosryhmänäkökulmaan ja sovellus-
alue-näkökulmaan:
• vuorovaikutus-näkökulma tarkastelee järjes-
telmän ja sen kanssa vuorovaikutuksessa ole-
van tekijän (järjestelmä, kone tai ihminen)
välistä toimintaa (esim. käyttäjä, lentäjä, len-
tokone).
• epäsuoran sidosryhmän näkökulma ottaa huo-
mioon sellaiset sidosryhmät, jotka eivät suora-
naisesti ole tekemisissä järjestelmän kanssa,
mutta joilla on jokin intressi järjestelmän suh-
teen (esim. kunnossapitäjä tai viranomainen).
• sovellusala-näkökulma käsittelee alan sisäisiä
erikoistietoja tai -osaamista, joka on otettava
huomioon järjestelmän kehittämisessä (esim.
sähkömagneettinen säteily-ympäristö).
Näkökulmat-lähestymistapa auttaa parantamaan
vaatimusmäärittelyn laatua sekä vaatimusmää-
rittelyssä että vaatimusten järjestämisessä. Se so-
veltuu käytettäväksi yhdessä muiden lähestymis-
tapojen kanssa ja siinä voidaan käyttää erilaisia
vaatimusten kuvaustapoja.
Viewpoint-Oriented Requirements Definition,
VORD [3-37] soveltaa myös näkökulmalähesty-
mistapaa. Se ottaa huomioon sekä loppukäyttäjän
että organisaation näkemykset. VORD-työkalu on
myös kehitetty.223.7.4 Muita vaatimusmäärittelyn lähestymistapoja
3.7.4.1 QFD vaatimusmäärittelyssä
QFD (Quality Function Deployment) on jo 1960-
luvulla kehitetty sekä erityisesti 1990-luvulla laa-
jempaan käyttöön levinnyt menetelmä tuotteiden
tai palveluiden suunnitteluun, jota voidaan käyt-
tää myös vaatimusmäärittelyyn [3-38]. Menetel-
män avulla voidaan muuntaa ”asiakkaan ääni” eli
asiakastarpeet mitattaviksi teknisiksi vaatimuk-
siksi ja suunnittelutavoitteiksi.
Keskeinen työkalu QFD:ssä on ”laatutalo”,
mikä muodostaa viisivaiheisen prosessin:
• Vaiheessa 1 tunnistetaan asiakastarpeet.
• Toisessa vaiheessa vaatimusinsinööri tuottaa
asiakastarpeiden pohjalta tekniset vaatimuk-
set ja niiden tavoitearvot. Vaatimukset kuvaa-
vat, miten järjestelmä saavuttaa yhden tai
useamman asiakastarpeista.
• Kolmannessa vaiheessa tunnistetaan teknis-
ten vaatimusten ja asiakastarpeiden korrelaa-
tiot ja niiden voimakkuudet. Ne tekniset vaati-
mukset, jotka eivät täytä mitään asiakastar-
vetta, voidaan hylätä. Toisaalta jokaisen asia-
kastarpeen on korreloitava ainakin yhden tek-
nisen vaatimuksen kanssa.
• Neljännessä vaiheessa priorisoidaan asiakas-
tarpeet. Tämä voidaan tehdä käyttäen esim.
AHP-menetelmää (Analytic Hierarchy Pro-
cess). Priorisoinnissa otetaan huomioon myös
mahdolliset kilpailijoiden tuotteet.
• Vaihe 5 täydentää prosessin priorisoimalla tek-
niset vaatimukset ottaen huomioon asiakas-
tarveprioriteetit ja niiden korrelaatiot tekni-
siin vaatimuksiin. QFD:ssä kaikki tekniset
vaatimukset ovat jäljitettävissä asiakkaan tar-
veilmaisuihin asti.
QFD:ssä on monia samanlaisia piirteitä kuin
muissakin vaatimusmäärittelymenetelmissä. Se,
kuten muutkin menetelmät, ei ole täydellinen.
Hyvä vaatimusinsinööri soveltaa useampaa me-
netelmää, prosessia ja tekniikkaa, jotka parhaiten
soveltuvat kohteeseen.
3.7.4.2 REVEAL-malli
REVEAL-malli [3-39] pohjautuu Michale Jackso-
nin kehittämään systemaattiseen menetelmään,
josta Praxis Critical Systems on kehittänyt RE-
VEAL-mallin. Se yhdistää tuoreen tutkimustiedon
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telmäksi vaatimusten selvittämiseen ja määritte-
lyyn, määrittelyn selkeyden parantamiseen ja
vaatimusten muutosten hallintaan. Se soveltuu
mm. turvallisuuskriittisten järjestelmien vaati-
musmäärittelyyn.
REVEAL-malli koostuu neljästä päävaiheesta
sekä sen jälkeisestä vaatimusten ylläpitovaihees-
ta. Se alkaa ongelman asiayhteyden (context)
määrittämisestä, jatkuu sidosryhmien tunnista-
misella, vaatimusten selvittämisellä, tallentami-
sella, todentamisella ja kelpuutuksella sekä jat-
kuen edelleen vaatimusten käytöllä ja ylläpidolla.
REVEAL ei vaadi minkään erityisen kuvaustavan
tai työkalun käyttöä. Mallia voidaan siis soveltaa
yleisesti käytettävissä olevilla vaatimushallinta-
työkaluilla, esim. DOORS tai Cradle.
3.7.4.3 Laaja vaatimusmäärittelymalli
Laaja vaatimusmäärittelymalli [3-40] on tietojär-
jestelmien määrittelyyn kehitetty malli. NATU-
RE-projektissa kehitetty vaatimusmäärittelypro-
sessi on päätösorientoitunut. Siinä lähtökohtana
on visio järjestelmän tarpeesta. Visio jaetaan ta-
voitteiksi ja osatavoitteiksi käyttäen osittamisme-
netelmiä. Tämän osittamisprosessin yhteys struk-
turoidaan käyttäen tietojärjestelmäsuunnittelun
”neljää maailmaa”: sisältö- (subject), käyttö-
(usage), järjestelmä- (system) ja kehitysmaailma
(development). Prosessissa käytetään lisäksi vaa-
timusmäärittelyn kolmea dimensiota: määrittely-,
hyväksymis- ja esitysdimensioita. Osatavoitteet
jaetaan edelleen osiin, kunnes on saavutettu taso,
jolla perusratkaisustrategiat on löydettävissä.
3.7.4.4 Software cost reduction (scr)
SCR [3-41] on kehitetty suurten, reaaliaikaisten
sulautettujen järjestelmien määrittelyyn.
3.7.4.5 Volere-template
Volere-template [3-42] on vaatimusmäärittelymal-
li, joka pitää sisällään vaatimuksiin liittyvät tie-
dot sekä niiden tuottamiseen liittyvän prosessin
kuvauksen sekä vaatimushallintaan liittyvää tie-
toa. Mallia voidaan soveltaa useilla eri työkaluil-
la, esim. Requisite, DOORS ja Caliber.
3.7.4.6 Muita vaatimusmäärittelymenetelmiä
Viitteessä [3-43] on vertailtu kahdeksaa vaati-
musmäärittelymenetelmää niiden soveltuvuudenkannalta. Vertaillut menetelmät ovat BSM, OC-
TOPUS, ROOM, SA/RT, SCR, SDL, UML JA Z.
Osa näistä on vain kuvauskieliä (SCR, SDL, UML
JA Z) eivätkä ne sisällä varsinaista menetelmää
vaatimusten määrittämiseksi. Menetelmät on
jaettu toiminto- (BSM, SCR, SA/RT JA Z) ja olio-
pohjaisiksi (OCTOPUS, ROOM, SDL JA UML).
Vertailun päälöydös on, että menetelmässä käy-
tetty vaatimusten strukturointitapa (esim. hierar-
kia ROOM:ssa tai näkymä UML:ssä) on suoraan
verrannollinen vaatimusmäärittelyssä esiintyviin
ongelmiin.
Viitteessä [3-44] on kuvattu yksinkertaista
5WH-menettelyä (What, Who, Where, When, Why,
How) vaatimusten tunnistamiseksi. Se auttaa
muuntamaan sidosryhmien tarpeet, halut ja odo-
tukset laadukkaaksi ja kattavaksi vaatimusjou-
koksi.
Viitteessä [3-45] on esitetty menetelmä, jossa
on yhdistetty oliopohjainen ja SDL-lähestymista-
pa (SDL = Specification and Description Langu-
age). Sen tavoitteena oli parantaa järjestelmän
suunnitteluprosessia painottaen vaatimusanalyy-




Vaatimuksen kuvaus siten, että se sisältää tarvit-
tavan informaation, edellyttää usein useamman-
laisen kuvaustavan käyttöä. Vaatimus voidaan
kuvata luonnollisen kielen muotoisena tekstinä,
graafisena esityksenä tai jonkin muodollisen ku-
vauskielen avulla.
Yleisesti erityyppiset kuvaustavat sopivat eri
tavalla eri elinkaaren vaiheisiin. Esimerkiksi al-
kuvaiheen vaatimusten kuvaustavaksi sopivat
parhaiten epämuodolliset tavat (useimmiten luon-
nollisella kielellä ilmaistuna), kun taas suunnitte-
lun myöhempään vaiheeseen sopivat puolimuo-
dolliset ja muodolliset kuvaustavat. Turvallisuus-
tai muissa kriittisissä järjestelmissä tai järjestel-
män osissa on tarpeen muodollisten kuvaustapo-
jen käyttö luotettavan lopputuloksen varmistami-
seksi.
3.7.5.2 Vaatimusten kuvaustekniikoita
Luonnollisen kielen avulla vaatimuksia kuvataan
kaikkein yleisimmin.23
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linnuksen ja määrittelyn erilaisia tekniikoita, jot-
ka on jaettu puolimuodollisiin (semi-formal) ja
muodollisiin (formal) tekniikoihin.
Puolimuodollisia tekniikoita ovat mm.
• kohdemallit (entity-relationship diagram)
• tila-muutos-diagrammit (state-transition diag-
ram)
• datavuokaaviot (data flow diagram).
Muodollisia tekniikoita ovat mm.
• historiapohjaiset määrittelyt: järjestelmän
käyttäytyminen ajan funktiona
• tilapohjaiset määrittelyt: järjestelmän tilojen
avulla
• muutostilapohjaiset määrittelyt: kuvaus tila-
muutosten avulla
• funktiomäärittelyt: järjestelmän kuvaus mate-
maattisten funktioiden avulla
• toimintamäärittelyt (operational): järjestelmä
on kokoelma prosesseja.
Edellä esitettyjen tekniikoiden puutteita on esi-
tetty viitteessä [3-1] , joista tärkeimmät ovat:
• ne eivät käsittele MIKSI- ja KUKA/MIKÄ-
aspekteja vaan ainoastaan MITÄ-aspektia,
• ne eivät mahdollista vaihtoehtoisten ratkaisu-
jen esittämistä eivätkä ei-toiminnallisia näkö-
kohtia,
• ne eivät erota esim. vaatimuksia ja ohjelmisto-
määrittelyä eivätkä mahdollista puolimuodol-
listen ja muodollisten kuvausten yhdistelmiä
eri kohdissa.
Em. kuvaustekniikoiden puutteiden korjaamisek-




Selvityksen perusteella voidaan todeta, että
• käytössä on hyvin laaja joukko erilaisia käy-
täntöjä
• käytäntöjen pääpaino on ohjelmistotuotannon
vaatimushallinnassa
• toiminnallisten vaatimusten määrittelyyn on
enemmän käytäntöjä kuin ei-toiminnallisille
vaatimuksille24• selkeää kuvaa jonkin menetelmän soveltuvuu-
desta tietylle sovellusalueelle ei selvityksen
perusteella saa
• soveltuvuutta eri sovellusalueille voisi selvit-
tää perehtymällä perusteellisemmin case-esi-
merkkitapauksiin
• useimmat käytännöt soveltuvat monelle sovel-
lusalueelle
• tuloksissa on esitelty käytäntöjä, jotka nous-
seet esille tietohaun yhteydessä ja jotka näyt-
tävät tulevan esille useassa yhteydessä
• jatkoselvitys on tarpeen kiinnostavimpien käy-
täntöjen soveltuvuuden selvittämiseksi parem-
min tietylle sovellusalueelle
• tavoitepohjainen lähestymistapa on ominai-
suuksiensa puolesta hyvä varmistamaan hy-
vän vaatimusmäärittelyn laadun
• muodolliset vaatimusmäärittelytavat, vaati-
musten katselmoinnit sekä vaatimusten jälji-
tettävyyden hallinta ovat hyviä keinoja ohjel-
mistojen ja ohjelmistopainotteisten järjestel-
mien luotettavuuden varmistamisessa.
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4 Vaatimushallinnan
soveltamismahdollisuudet
Työn tavoitteena oli tunnistaa vaatimushallinnan soveltamismahdollisuuksia
viranomaistoiminnassa sekä voimayhtiöissä.4.1 Vaatimushallinta
viranomaistoiminnassa
Vaatimushallintaa voidaan soveltaa Säteilyturva-
keskuksessa (STUK):
1. Uuden ydinvoimalaitoksen (FIN5) sekä toi-
minnassa olevien ydinvoimalaitosten valvon-
tatoiminnan yhteydessä
• YVL-ohjeiden ja muiden vastaavien ohjei-
den täyttymisen valvonnassa: YVL-ohjeet
sisältävät vaatimuksia, joiden täyttymistä
todennetaan valvonnalla.
• Asiakkaan (esim. ydinvoimayhtiö) laatujär-
jestelmän todentamisessa, mikä on ydintur-
vallisuusvalvontatoiminnan yksi osa-alue.
Perustana todentamisessa ovat YVL-ohjeet,
joissa on vaatimuksia mm. laatujärjestel-
mään liittyen.
• Valvontatoimintaan liittyvien päätöstietojen
(esim. laitosmuutostyöt, painelaitetarkas-
tukset, rakennesuunnitelmat) hallinnassa.
2. Uusien YVL-ohjeiden laadinnassa ja voimaan-
saattamisessa
• YVL-ohje vaatimusten laadun varmistami-
nen sekä laitosten auditointi.
3. YVL-ohjeiden sekä kansainvälisten ohjeiden
vertailussa
• olemassa olevien ohjeiden puutteiden tun-
nistaminen ja täydentäminen nykyistä kat-
tavammaksi.
4. Muussa STUK:n toiminnassa
• Säteilyturvaohjeiden soveltamisessa/val-
vonnassa muillakin alueilla (esim. solariu-
mit) kuin ydinvoimalaitosten valvonnassa.28Muussa viranomaistoiminnassa tai valtion laitos-
ten toistuvissa tai suurissa yksittäishankinnoissa
(esim. tietojärjestelmät) voidaan vaatimushallin-
taa myös soveltaa normaalin projektinhallinnan
puitteissa.
YVL-ohjeet ovat tavoitteen luonteisia eivätkä
varsinaisesti vielä oikeita vaatimuksia. Vaatimuk-
set täsmentyvät vasta niiden tulkinnan yhteydes-
sä. Tällä hetkellä tulkinnat ovat tarkastustoimin-
taan osallistuvien muistissa eikä niitä ole syste-
maattisesti kirjattu näkyviin. Vaatimushallinnan
puitteissa näitä tulkintoja dokumentoidaan, ide-
aalitapauksessa jo ennen tarkastusten tekemistä.
Kohdassa 5 kuvattu case-STUK-FIN 5 on käy-
tännön sovellus vaatimushallinnan käytöstä vi-
ranomaistoiminnassa.
4.2 Vaatimushallinta voimayhtiöissä
Vaatimushallintaa voidaan soveltaa voimayhtiöis-
sä uusien laitosten sekä laitosuusintoihin liitty-
vissä hankinnoissa, niihin liittyvissä vaatimusten
määrittelyssä tarjouspyyntöä varten sekä tarjous-
vertailussa ja toimitusvalvonnassa sekä sopimus-
ehtojen määrittelyssä samoin kuin hankintoihin
liittyvien alihankintojen hallinnassa.
Lisäksi vaatimushallintaa sovelletaan jo nyt
uuden laitoksen tuotantoon valmistautumisessa:
käyttötoiminnan ja kunnossapidon käyttöönotto-
vaiheen sekä käytönaikaisen tuen suunnittelussa,
siihen liittyvien vaatimusten määrittelyssä tar-
jouspyyntöä varten, tarjousvertailussa sekä vaati-
musten todentamisessa ja kelpuutuksessa.
Viranomaisvaatimusten (lupaprosessit) täyttä-
miseen liittyvässä valvontatoiminnassa vaatimus-
hallintaa voidaan myös hyödyntää yhdessä lupa-
viranomaisen kanssa.
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5 Vaatimushallinta viranomaisvalvonnassa:
case STUK-FIN5Vaatimushallinnan sovelluskohteeksi oli valittu
STUK:n uuteen ydinvoimalaitoshankkeeseen
(FIN5) liittyvä ydinturvallisuusvalvonta. Tavoit-
teeksi asetettiin määritellä alustava vaatimushal-
lintaprosessi. Työ suoritettiin yhdessä STUK:n
valvontaprojektiin osallistuvien asiantuntijoiden
kanssa.
Työ aloitettiin perehdyttämällä osallistujat
vaatimushallintaan ja vaatimusten kirjoittami-
seen. Tämän jälkeen tunnistettiin sidosryhmät ja
niiden vaatimukset FIN5:n valvonta- ja vaati-
mushallintatoiminnalle sekä johdettiin niitä ja
valvontaprojektin muuta aineistoa ja asiantunte-
musta hyväksikäyttäen vaatimushallinnassa tar-
vittavat toiminnot erikseen valmistelu-, rakenta-
mislupa-, rakentamis- ja käyttölupavaiheille. Liit-
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auki projektin sisäiseen käyttöön toteutus- ja val-
vontavaatimukset, joiden avulla valvontaa suori-
tetaan. Kunkin vaatimuksen toteutumista arvioi-
daan projektin kuluessa sekä kirjataan ylös val-
vontaan liittyviä tietoja.
Systemaattisen vaatimushallinnan tukemana
voidaan valvontaprojektissa seurata koko ajan
vaatimusten täyttymistilannetta sekä tarkastus-
tilannetta ja poikkeamia sekä avoimien asioiden
tilaa. Säädöksistä puretut vaatimukset selkiyttä-
vät valvontatoimintaa ja tarkastustyöstä jää tie-
dot, jotka ovat jäljitettävissä aina niiden perusta-
na oleviin ylätason säädöksiin asti. Työn yhtey-
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Liite 5-1: Periaatekaavio 2

































































Rakentamisen aikainen luvanhakijan toiminnan tarkastus
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6 Vaihe 1, yhteenveto6.1 Vaatimushallinnan soveltuvuus
ydinturvallisuuden parantamisessa
Vaatimushallinnan tutkimuksessa pääpaino on
ohjelmistotuotannossa ja siinä nimenomaan oh-
jelmistojen vaatimusmäärittelyvaiheessa. Muiden
järjestelmien kuin ohjelmistojen vaatimushallin-
taa on tutkittu selvästi vähemmän. Painotusta on
ohjannut vaatimusmäärittelyn merkitys järjestel-
mäsuunnittelussa. Muita vaatimushallinnan osa-
alueita – kuten esimerkiksi vaatimusten muutos-
hallinta, jäljitettävyyden hallinta, vaatimustieto-
jen hallinta – on tutkittu vielä varsin vähän.
Tutkimuksessa on kehitetty yleisiä vaatimus-
määrittelyn peruslähestymistapoja sekä vaati-
musten kuvaustapoja, jotka soveltuvat käytettä-
väksi varsin laaja-alaisesti sovellusalueesta riip-
pumatta. Joitakin sovellusaluekohtaisia tutki-
muksia on myös tehty.
Vaatimushallinnan käytäntöjä on kehitetty
runsaasti keskeisiä peruslähestymistapoja ja nii-
den hyviä puolia yhdistellen. Pääpaino sovelluk-
sissa on tutkimuksen tapaan ohjelmistotuotannon
vaatimushallinnassa, joskin ne ovat yleensä mel-
ko yleispäteviä.
Selvityksessä nousi esille tavoitepohjainen lä-
hestymistapa, jota voidaan pitää hyvänä lähtö-
kohtana varmistamaan vaatimusmäärittelyn kor-
kea laatu. Muodolliset vaatimusmäärittelytavat,
vaatimusten katselmoinnit sekä vaatimusten jäl-
jitettävyyden hallinta yhdessä tavoitepohjaisen
lähestymistavan kanssa ovat hyviä keinoja ohjel-
mistojen ja ohjelmistopainotteisten järjestelmien,
myös turvallisuuskriittisten järjestelmien, luotet-
tavuuden ja laadun varmistamisessa.
Syvällisempi jatkoselvitys on tarpeen kiinnos-
tavimpien käytäntöjen soveltuvuuden selvittämi-
seksi paremmin tietylle sovellusalueelle.
Ydinturvallisvalvontatoiminnassa sekä voima-
yhtiöissä löytyy vaatimushallinnan soveltamis-
alueita mm. YVL-ohjeiden täyttämisen valvonnas-
sa sekä laitosten uus- ja modernisointihankinnoissa.
Case-STUK osoitti, että vaatimushallinnalla
on selvästi hyödyllinen rooli osana viranomaisenydinturvallisuuden valvontatoimintaa. Tällöin
varmistetaan valvonnan tarkoituksenmukaisuus
ja jäljitettävyys.
6.2 Jatkotoimenpiteet ja suositukset
Kartoituksen yhteydessä varmistui käsitys, että
kehittämällä ydinvoimaspesifistä vaatimushallin-
taa ja sen laajamittaista käyttöönottoa voidaan
parantaa Suomen ydinvoimalaitosten turvalli-
suutta ja taloudellisuutta seuraavilla alueilla:
• ydinturvallisuuden valvontatoiminta
• voimayhtiöiden uudis- ja perusparannushank-
keet.
Välitöntä hyötyä on saavutettavissa viranomais-
ten valvontatoiminnassa. STUK:n YVL-ohjeissa
vaatimusmäärittelyä edellytetään käytettäväksi
automaatiojärjestelmien ja laitteiden suunnitte-
lussa, toteutuksessa ja käytössä (YVL 5.5). Tämän
täyttäminen edellyttää vaatimushallinnan syste-
maattista soveltamista sekä ydinlaitoksen luvan-
hakijalta (voimayhtiöt) että valvontaviranomai-
selta (STUK).
Lähinnä edellä esitettyä tarvetta palvelemaan
ehdotetaan seuraavia jatkoselvityksiä projektin
toisessa vaiheessa:
1. Selvitetään perusteellisemmin tavoite- ja ske-
naario- sekä näkökulmapohjaisia vaatimus-
määrittelyn lähestymistapoja ja arvioidaan
niiden soveltuvuutta.
2. Selvitetään muodollisia vaatimusmäärittelyta-
poja sekä agenttipohjaista lähestymistapaa ja
arvioidaan niiden soveltuvuutta.
3. Selvitetään vaatimushallintaprosessin muita
kuin vaatimusmäärittelykäytäntöjä (lähinnä
vaatimusten jäljitettävyyden hallinta, vaati-
musten todentaminen ja vaatimusten kelpuu-
tus/katselmointi).
Jatkoselvitykset palvelevat tarvittaessa meneil-
lään olevien uudis- ja perusparannushankkeiden
viranomaisvalvontatoimintaa ja voimayhtiöiden
investointiprojekteja.31
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7 Järjestelmävaatimusten
määrittelyiden laadinta7.1 Taustaa
Raportin laatija osallistui Järjestelmävaatimus-
ten analysointi ja vaatimusmäärittelyiden kirjoit-
taminen -kurssiin (Lontoo, 29.9.–3.10.2003), jonka
pitäjänä oli Robert Halligan. Halliganilla on erit-
täin pitkä ja laaja kokemus suurten yritysten ja
laitosten järjestelmäprojekteissa, konsultoinnissa
sekä koulutuksessa ja standardointityössä Sys-
tems ja Requirements Engineering -alueilla
USA:ssa, Australiassa ja Englannissa.
Kurssi keskittyi järjestelmävaatimusten ana-





Erityisen tärkeää asiantuntijoiden mukaan on,
että (ydin)turvallisuuteen liittyvien vaatimusten
osalta varmistetaan niiden täyttyminen koko jär-
jestelmän hankinta- tai kehitysprosessin ajan.
Turvallisuudesta voi olla hyvinkin tarkkoja vaati-
muksia järjestelmän suunnitteluun, toteutukseen
yms. liittyen, joten niiden täyttyminen on varmis-
tettava huolella. Vaatimusmäärittelyiden laadus-
ta on myös pidettävä erityistä huolta, sillä se vai-
kuttaa järjestelmän luotettavuuteen ja sitä kaut-
ta turvallisuuteen.
Vaatimusmäärittelyyn liittyvät standardit si-
sältävät yleensä dokumenttien sisältöön liittyviä
ohjeita/vaatimuksia (mitä asioita määrittelyissä
on oltava), mutta eivät kuvausta siitä prosessista
ja niistä menetelmistä, jolla vaatimuksia tuote-
taan ja hallitaan koko projektin ajan. Korkealaa-
tuisten vaatimusmäärittelydokumenttien tuotta-
minen edellyttää myös näiden prosessien ja me-
netelmien hallintaa.
(Ydin)turvallisuuden vaatimushallinnassa tu-






joiden avulla saadaan erityisesti turvallisuuteen
liittyviä vaatimuksia tunnistettua ja määriteltyä.
7.3 Kurssilla esitetty
vaatimusmäärittelykonsepti
7.3.1 Vaatimusmäärittelyiden laadun merkitys
Vaatimusmäärittelydokumenteissa näkyy selke-
ästi se, että ihmiset ajattelevat yleensä fysikaali-
sesti ja ratkaisuorientoituneesti, jonka seurauk-
sena dokumenteissa on esitetty runsaasti suun-
nitteluratkaisuja sekä usein tarpeettomia, ratkai-
suvaihtoehtoja rajaavia reunaehtoja pelkkien vaa-
timusten sijasta.
Vaatimusten määrittely edellyttää abstraktia
ajattelukykyä, mikä on laatijoille hyvin usein vai-
keaa. Dokumenteista näkyy myös se, että kaikkia
olemassa olevia, ”piileviä” vaatimuksia ei ole tun-
nistettu eikä dokumentoitu. Nämä vaikuttavat
sekä hankittavan järjestelmän ominaisuuksiin
että hankinnassa mukana olevien osapuolten työn
vaikeuteen: huonolaatuisia vaatimuksia on työ-
lästä ja hankalaa tulkita sekä täyttää. Tämä
aiheuttaa osaltaan lisätyötä, kun on haettava
lisätietoja tarjouksen pyytäjältä. Myös vaatimus-
ten todentaminen on vaikeaa huonolaatuisten
vaatimusmäärittelyjen perusteella.
Järjestelmien tarjouspyynnöissä vaatimus-
määrittelyt muodostavat tärkeän osan ja niiden
laatu määrittää paljolti hankintaprojektin suju-
misen ja onnistumisen sekä hankittavan järjestel-
män toimivuuden ja laadun.
Seuraavassa esitettävä, kurssiin pohjautuva
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hyvän pohjan korkealaatuisten järjestelmävaati-
musten määrittelyyn ja analysointiin sekä vaati-
musmäärittelydokumenttien laatimiseen.
7.3.2 Järjestelmävaatimusanalyysi
Järjestelmävaatimusten käyttäjiä ovat järjestel-
män käyttäjät (järjestelmän on vastattava heidän
tarpeitaan) ja hankkijat (vaatimukset ovat sopi-
mus siitä, mitä on toimitettava), hankkijan sopi-
musvastaavat (vaatimukset ovat sopimusehtojen
perusta), toimittaja (vaatimukset muodostavat
toimitussopimuksen ehdot, asiakastyytyväisyyden
mittarit, toimituksen optimointiperustan) sekä
hankkijan ja toimittajan laadunvarmistushenki-
löstö (vaatimukset muodostavat toimittajan laa-
tu-/suorituskykyvaatimuskriteerit).
Vaatimusten laatuun ja hallintaan liittyvät
puutteet on osoitettu monissa tutkimuksissa pro-
jektien epäonnistumisten suurimmaksi syyryh-
mäksi. Siten panostaminen vaatimusmäärittelyi-
hin ja vaatimushallintaan johtaa monessa suh-
teessa parempaan lopputulokseen (laatu, aikatau-
lu, kustannus).
Järjestelmävaatimusanalyysin tavoitteena on
saada aikaan joko uudet vaatimusmäärittelyt tai
saada parannettua mahdollisesti jo olemassa ole-
via vaatimusmäärittelyjä siten, että ne vastaavat
vaatimuksille asetettuja laatuvaatimuksia (yksi-
käsitteisyys, selkeys, kattavuus, yms.), mikä muo-
dostaa hankinnalle hyvän perustan.
Järjestelmävaatimusanalyysillä voidaan
• osoittaa projektin riskialttius ja pienentää pro-
jektin riskejä
• tunnistaa puutteet vaatimusmäärittelyissä
sekä parantaa vaatimusmäärittelydokument-
tien laatua
• parantaa projektin/hankkeen onnistumisen to-
dennäköisyyttä
• vaikuttaa hankittavan/kehitettävän järjestel-
män luotettavuuteen ja muihin laatuominai-
suuksiin.
Järjestelmävaatimusanalyysi voi olla laajimmil-
laan monivaiheinen ja vaatia paljon työtä, jos läh-
tökohtana ovat huonosti laaditut määrittelyt.
Järjestelmävaatimusten analysoinnissa ja
määrittelyissä voidaan käyttää seuraavia, tilan-
teen mukaan valikoiden sovellettavia menettelyjä
ja käytäntöjä (kuva 2).1. Käyttö- ja tukikonseptin määrittely tai pa-
rantaminen
• konsepti kuvaa hankittavan järjestelmän
tai palvelun suunniteltua käyttö- ja ylläpi-
to- tai tukitapaa ja auttaa ymmärtämään
suunniteltavan järjestelmän/palvelun pe-
ruslähtökohdat, -oletukset ja rajaukset
• mikäli konseptia ei ole laadittu jo järjestel-
mähankkeen alussa ennen sidosryhmävaa-




• analyysin tunnistetaan hankittavan järjes-
telmän tai palvelun sidosryhmät ja heidän
intressinsä sekä priorisoidaan sidosryhmät
• analyysin paras ajoitus olisi jo ennen sidos-
ryhmävaatimusten määrittelyä.
3. Vaatimusten laatuanalysointi
• analyysi auttaa jo määriteltyjen vaatimus-
ten laadun arvioinnissa ja niiden puuttei-
den sekä vaatimusmäärittelydokumentin
analysointitarpeen tunnistamisessa
• analyysi auttaa myös täydentämään ja pa-
rantamaan vaatimusilmaisuja
• käytetään silloin, kun on todettu, että laa-
dittu vaatimusmäärittelydokumentti on
laadultaan riittämätön ja se voi muodostaa
suuren riskin koko projektin onnistumiselle.
4. Kontekstianalyysi
• analyysillä tunnistetaan järjestelmän lii-
tynnät ympäröivään maailmaan, mikä aut-
taa myöhemmässä vaiheessa tunnistamaan
näihin liityntöihin liittyviä vaatimuksia.
5. Suunnitteluvaatimusten analyysi
• analyysin tarkoituksena on tarpeettomien
suunnittelurajoitusten ja -ristiriitojen pois-
to muuntamalla rajoitukset toiminnallisik-
si vaatimuksiksi sekä täydentämällä toi-
minnallisia vaatimuksia.
6. Tila- ja toimintatila-analyysi
• analyysillä tunnistetaan suunniteltavan
järjestelmän tilat ja toimintatilat (toiminta-
moodit)33
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kuvausta sekä auttaa tunnistamaan niiden
kautta lisää puuttuvia vaatimuksia.
7. Toiminnallinen analyysi
• analyysi kuvaa kaikki järjestelmän elin-
kaaren aikaiset toiminnot ja auttaa täyden-
tämään toiminnallisia vaatimuksia.
8. Vaatimusten jäsennysanalyysi
• analyysissä jäsennetään olemassa olevia
vaatimuksia ja saatetaan ne kieliopillisesti
ja merkitykseltään oikeaan muotoon
• kuvassa 1 on esitetty vaatimusilmaisun ra-
kennemalli, jota käytetään jäsennysanalyy-
sissä.
9. Kohdeanalyysi
• analyysi tuottaa kohdemallin, jossa on ku-
vattu järjestelmän elementit (yleensä data)
ja niiden väliset loogiset ja fyysiset suhteet
sekä attribuutit (käytetään yleisesti IT-jär-
jestelmille)
• tuottaa tietoa ulkoisiin liityntöihin liittyvi-
en sekä joidenkin toiminnallisten vaatimus-
ten tunnistamiseksi.
10.Muiden reunaehtojen tunnistaminen
• analyysillä tunnistetaan vielä puuttuvia
reunaehtoja
• auttaa täydentämään ei-toiminnallisia vaa-
timuksia.34












• skenaario kuvaa järjestelmän ja/tai sen toi-
mijoiden (esim. ihmiset, ohjelmisto, laite)
peräkkäisiä ja rinnakkaisia aktiviteetteja
tai toimintoja
• analyysi auttaa määrittelemään järjestel-
män eri toimintaskenaarioihin liittyviä vaa-
timuksia
• skenaariot voivat sisältää mm. järjestelmän
suunnitellut toiminnat, erilaiset ympäristö-
olosuhteet, vahingot ja kaikki muut poikke-
amat tai vaihtelut järjestelmän käytössä,
ylläpidossa ja käytöstä poistossa
• 1. tason skenaarioanalyysi on osa toimin-
nallista analyysiä
• 2. tason skenaarioanalyysissä tunnistetaan
1. tason toiminnalliseen malliin liittyvien
erilaisia ympäristöolosuhteita sekä niihin
liittyviä ympäristö- ja liityntävaatimuksia.
12.Out–of–range-analyysi
• analyysi tunnistaa järjestelmän käytön/
tuen/käytöstä poiston epänormaaleihin (sal-
littujen rajojen ulkopuolisiin) arvoihin liit-
tyviä vaatimuksia
• analyysi suoritetaan vaatimusanalyysin vii-
me vaiheissa käymällä läpi kaikki ”nor-
maalit” vaatimukset ja tunnistamalla ei-
sallitut ulkoiset olosuhteet tai liityntäpara-
metrit, joihin liittyvät vaatimukset tulevat










10 ms kuluessa sen saapumisesta
viestin tuloportista
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• analyysillä tunnistetaan järjestelmävaati-
musten todentamiseen liittyvät todentamis-




• todentamistapojen tunnistamisella jo vaati-
musmäärittelyvaiheessa voidaan varmistaa
vaatimuskuvausten laatu ja auttaa tunnis-
tamaan puuttuvia vaatimuksia sekä poista-
maan päällekkäisiä vaatimuksia
• järjestelmävaatimusten todentaminen suo-
ritetaan sidosryhmävaatimuksia vastaan
• kelpuutuksella osoitetaan vaatimusten ole-
van riittävän laadukkaita jatkotyöskente-

























analyysiVaatimusten analysoinnissa käytetään jo usein
tekstipohjaisia, joskus jopa tekoälyyn perustuvia
vaatimusanalysointityökaluja, joissa voi olla kie-
len rakenteeseen ja kielioppiin perustuvia mene-
telmiä puutteellisten vaatimusilmaisujen auto-
maattiseksi tunnistamiseksi (esim. SIR/REX). Täl-
laiset työkalut nopeuttavat rutiinitapausten hal-
lintaa.
Vaatimusanalyysiprosessia sovelletaan suun-
nitteluvaiheessa monilla eri tasoilla, kuten järjes-
telmä-, osajärjestelmä-, laite- ja komponenttita-
soilla. Prosessi on koko suunnitteluprosessin ai-
kaista jatkuvaa toimintaa, joka limittyy läheisesti
suunnittelutoimintaan ja on luonteeltaan iteratii-
vista. Projektin edetessä vaatimusmäärittelyn
osuus vähenee ja suunnittelun osuus lisääntyy.
Em. menettelyjen avulla saadaan aikaan kat-
tavat ja korkealaatuiset järjestelmävaatimusmää-
rittelyt. Ne toimivat pohjana tarjouspyyntöjen
vaatimusmäärittelyosioille ja järjestelmän han-
kinta-/toimitussopimukselle sekä järjestelmän toi-
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kirjoittaminen
Järjestelmän vaatimusmäärittelydokumenttiin
kirjataan, kootaan ja organisoidaan järjestelmä-
vaatimusmäärittelyillä tuotetut vaatimustiedot
helposti luettavaan ja kaikkien osapuolten ym-
märtämään muotoon. Dokumentoinnissa käyte-
tään tarvittaessa apuna standardeja. Standardit
muodostavat hyvän tuen dokumenttien sisällön
määrittelylle, mutta ne eivät ole yleensä ole täy-
sin kattavia. Raportin osassa 8 esitetyssä IEEE
Std 830-1998 standardissa on esitetty eräs vaati-
musmäärittelydokumentin rakennemalli.
Hyvin suoritettu vaatimusmäärittely tai -ana-36lyysi tuottaa tarvittaessa standardien tukemana
hyvän lopputuloksen sekä hankkijan, tarjoajien
että toimittajien kannalta. Hyvä vaatimusmäärit-
telydokumentti kuvaa hankittavan järjestelmän
todelliset vaatimukset kattavasti ja auttaa ai-
kaansaamaan halutunlaisen lopputuloksen sekä
helpottaa kunkin osapuolen työtä.
Vaatimusspesifikaatioiden rakenteella on mer-
kitystä ymmärrettävyyden kannalta, missä ha-
vainnollisuus, loogisuus, kielellinen oikeellisuus
ja tarkkuus, termistön selkeys sekä sisällön laatu
ovat tärkeitä tekijöitä, joita ei saa unohtaa vaati-
musmäärittelydokumenttia laadittaessa ja arvioi-
taessa.
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8 Standardit ydinvoimalaitosten
turvallisuuteen liittyvissä järjestelmissä8.1 Turvallisuuteen liittyvät standardit
8.1.1 Yleistä
Vaatimushallintaan ja ydinvoiman turvallisuu-
teen liittyviä standardeja tunnistettiin yhdessä
STUK:n asiantuntijoiden kanssa. Tässä kuvataan
pääosin standardien arviointia vaatimushallin-
nan näkökulmasta STUKin standardiaineistosta
kerättyyn tietoon perustuen.
Standardeja on tarkasteltu vaatimushallinta-
näkökulmasta ja taustalla on kattava vaatimus-






• vaatimusten jäljitettävyyden hallinta
• vaatimusten muutosten hallinta.
Sidosryhmävaatimusten määrittäminen puuttuu
useimmista standardeista. Se on kuitenkin tar-
peellinen erityisesti suurten ja monimutkaisten
järjestelmien hankinnassa ja toteuttamisessa,
koska sidosryhmätarpeiden ja -vaatimusten vaja-
vainen tunteminen ja täyttäminen voi aiheuttaa
järjestelmän elinkaaren myöhemmissä vaiheissa
monia ongelmia, joista osa liittyy järjestelmien
turvallisuuteen (esim. valvomosuunnittelussa
oleellisia ovat käyttäjävaatimukset).
Käsiteltyjen standardien luettelo on esitetty
standardiviiteluettelossa raportin osan 8 lopussa.
Liitteessä 8-1 on esitetty yhteenvetona raportin
laatijan kvalitatiivinen arviointi, miten kattavas-
ti kukin standardi sisältää vaatimushallintaa.
8.1.2 Standardit vaatimushallintanäkökulmasta
Liitteessä 8-1 on esitetty analysoitujen standardi-
en ”hyvyys” vaatimushallintanäkökulmasta arvi-oituna asteikolla 1–3 (tyydyttävä – hyvä – erit-
täin hyvä). Standardit kattavat eri laajuudelta
vaatimushallintaprosessia. Liitteen 8-1 taulukos-
sa ne standardit, jotka eivät kata koko prosessia,
on arvioitu myös ao. osakokonaisuuden kannalta.
Seuraavassa esitellään lyhyesti analysoidut stan-
dardit tai niihin verrattavat säädökset tai ohjeet.
CMMI-standardit
CMMI[8-1] on Software Engineering Instituten
kehittämä prosessien kypsyyden arviointiin ja pa-
rantamiseen tarkoitettu standardinomainen mal-
li (Capability Maturity Model, CMMI). Sen perus-
ajatuksena on toimintaprosessien kehittämisen
kautta varmistaa organisaation tuottamien tulos-
ten (esim. ohjelmisto) laatu. CMMI soveltuu kaik-
kien järjestelmien (ml. ohjelmistot) kehittämis-
prosessien parantamiseen.
Näkökulmana voi olla kaikkien organisaation
prosessien parantaminen, jolloin on kyseessä yri-
tyksen kypsyystason määrittäminen 5-portaiselta
kypsyystasoasteikolta. Toinen näkökulma on yk-
sittäisten toimintaprosessien (esim. vaatimushal-
linta) kyvykkyystason määrittäminen sekä pa-
rantaminen. CMMI kuvaa hyvien käytäntöjen
mallin, jota vasten voidaan verrata olemassa ole-
via käytäntöjä sekä määrittää toiminnan tai toi-
mintaprosessien kehittämistavoitteet. Se sisältää
myös käytännöt kehitettyjen prosessien käyttöön-
ottoon.
CMMI-malli on integroitu malli, jossa on yh-
distetty aikaisemmat SW (Software), SE (Systems
Engineering) ja IPPD (Integrated Product Deve-
lopment) -mallit.
CMMI kattaa kaikki vaatimushallinnan osa-
vaiheet (ml. myös sidosryhmävaatimusten mää-
rittäminen, jäljitettävyyden ja vaatimusten muu-
tosten hallinta, elinkaari) ja on analysoiduista
standardeista tässä suhteessa kaikkein kattavin.37
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EUR Requirements[8-2] on ydinvoimalaitosten
I&C -järjestelmien hankintaan ja suunnitteluun
sekä toimituksiin (osana laitoshankintaa) tarkoi-
tettu standardinomainen vaatimusmäärittelydo-
kumentti. Se sisältää I&C- järjestelmien ja Man-
Machine-liityntöjen suunnitteluperiaatteita, I&C-
järjestelmän toiminnalliset vaatimukset sekä to-
teutusvaatimukset ja vaatimuksia toiminnallisel-
le analyysille ja toimintojen allokoinnille. Se si-
sältää hyvin lyhyesti myös vaatimusmäärittelyn
ja V&V-vaatimukset (V&V: todentaminen ja kel-
puutus) osana suunnittelu- ja toteutusprojektia.
Dokumentti ei edellytä järjestelmän toteutukses-
sa noudatettavaksi erityistä vaatimushallintaa.
IAEA-turvallisuusohjeet (Safety Guides)
IAEA NS-R-1 [8-3] määrittelee ydinvoimalaitos-
ten ydinturvallisuuden suunnitteluvaatimukset,
joita on sovellettava turvallisuustoiminnoille sekä
niitä vastaaville rakenteille, järjestelmille ja kom-
ponenteille sekä proseduureille. Pääsisältökohtia
ohjeessa ovat turvallisuustavoitteet ja -konseptit,
turvallisuusjohtamisen vaatimukset, tekniset pe-
rusvaatimukset sekä laitoksen ja järjestelmien
suunnittelun vaatimukset. Tässä ohjeessa ei ole
kuvattu suunnittelu- eikä vaatimushallintapro-
sessia, mitkä on sisällytetty ohjeisiin [8-4] ja [8-5].
IAEA NS-G-1.1 [8-4] opastaa ydinvoimalaitos-
ten turvallisuuteen liittyvien tietokonejärjestel-
mien turvallisuuden osoittamiseen liittyvien to-
disteiden keräämisessä sekä siihen liittyvän do-
kumentaation tuottamisessa. Ohje täydentää
IAEA NS-R-1:stä. Pääpaino on turvallisuuteen
liittyvien tietokonepohjaisten järjestelmien tur-
vallisuuden ja luotettavuuden osoittamiseen liit-
tyvän dokumentaation tuottamisessa.
Ohje sisältää sekä ohjelmiston että sen liittä-
misen vastaavaan tietokonejärjestelmään. Ohjel-
miston osalta se kattaa sen tuottamiseen, arvioin-
tiin ja lisensiointiin (uudet ja olemassa olevat
ohjelmistot) liittyvät vaatimukset. Ohje sisältää
järjestelmän koko suunnitteluprosessin – sisältä-
en vaatimusmäärittelyn, todentamisen ja kelpuu-
tuksen – kuvauksen sekä vaatimukset tietokone-
pohjaisten järjestelmien turvallisuuden johtami-
selle ja laadunvarmistukselle sekä dokumentoin-
nille. Lisäksi se kattaa myös järjestelmän integ-
rointiin, asennukseen, käyttöön ja modifikaatioi-
hin liittyviä vaatimuksia.38Ohje sisältää yleisluonteisesti vaatimushallin-
taprosessin tärkeimmät vaiheet (järjestelmävaa-
timusten määrittäminen, todentaminen, kelpuu-
tus sekä jäljitettävyyden hallinta), mutta ei sidos-
ryhmävaatimusten määrittelyä eikä vaatimusten
muutoshallintaa.
IAEA NS-G-1.3 [8-5] kuvaa, miten ydinvoima-
laitosten turvallisuudelle tärkeiden I&C-järjestel-
mien vaatimukset pitäisi täyttää ja suunnitella.
Ohje sisältää vaatimuksia I&C-järjestelmien
suunnitteluprosessille sekä yleisiä ja erityisiä
suunnitteluperiaatteita turvajärjestelmille sekä
turvallisuuteen liittyville järjestelmille. Ohjeessa
on myös suunnitteluprosessin lyhyt kuvaus sekä
vaatimuksia dokumentoinnille. Ohje täydentää
ohjetta IAEA NS-R-1.
Suunnitteluprosessiin sisältyvä vaatimushal-
lintaprosessi on kuvattu hyvin lyhyesti ja yleis-
luontoisesti eikä se sisällä vaatimusten muutos-
hallintaa eikä vaatimusten jäljitettävyyden hal-
lintaa.
IEC–standardit
IEC on laatinut useita standardeja koskien järjes-
telmien turvallisuutta. Näistä osa koskee ydinvoi-
malaitosten turvallisuuteen liittyviä järjestelmiä
osan ollessa yleisluonteisia ja sopien siten kaikille
sovellusalueille.
IEC 60880 [8-6] on tarkoitettu korkeaa luotet-
tavuutta edellyttäville ohjelmistoille, joita käyte-
tään ydinvoimalaitosten turvallisuusluokan A toi-
minnoissa (IEC luokittelun mukaan).
Standardi esittää vaatimukset ohjelmiston ke-
hittämisen, käytön ja ylläpidon vaiheille lähtien
liikkeelle turvallisuusjärjestelmän (yläjärjestel-
mä) vaatimuksista. Se sisältää yleisellä tasolla
myös vaatimushallintaprosessin elementit tehtä-
vämuodossa lukuun ottamatta sidosryhmävaati-
musten määrittelyä sekä jäljitettävyyden ja sys-
temaattista vaatimusten muutosten hallintaa.
Standardi sisältää myös yleisiä suunnittelupe-
riaatteita mm. man–machine-liitynnälle, mitkä
pitävät sisällään eräällä tavalla käyttäjävaati-
muksia yleisessä muodossa.
IEC 60880-2 [8-7] täydentää IEC 60880-stan-
dardia. Se käsittää turvallisuusluokkaan A (IEC)
kuuluvien ohjelmistojen aiheuttamien yhteisviko-
jen välttämisperiaatteita, ohjelmistojen kehittä-
misen automatisointityökaluihin ja niiden kel-
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sekä olemassa olevien ohjelmistojen kelpuutuk-
seen liittyen ohjelmien ja niiden käyttökokemus-
ten arviointi- sekä integrointivaatimukset.
Standardi ei tarkastele asioita vaatimushallin-
tanäkökulmasta, mutta taustalla on kuitenkin
IEC 60880:n sisältämä vaatimushallinta.
CEI/IEC (60)964 [8-8] määrittelee vaatimuk-
set ydinvoimalaitoksen valvomon man–machine-
liitynnälle. Standardi sisältää valvomon suunnit-
teluperusteita, toiminnallisen analyysiin ja toi-
minnallisten suunnitteluspesifikaatioiden laadin-
taan sekä valvomojärjestelmän todentamiseen ja
kelpuutukseen liittyviä vaatimuksia. Standardia
ei ole tehty vaatimushallintanäkökulmasta, mut-
ta toiminnot ja niiden suorituskykyarvot vastaa-
vat jossain määrin toiminnallisia vaatimuksia.
Todentaminen ja kelpuutus on kuitenkin esitetty.
IEC 60780 [8-9] on tarkoitettu ydinvoimalai-
tosten turvallisuusjärjestelmien sähkölaitteiden
(hardware)kelpuutukseen. Se sisältää yleisen kel-
puutusprosessin, -proseduurit ja menetelmät. Kel-
puutus on osa vaatimushallintaa.
IEC 60987 [8-10] sisältää ydinvoimalaitoksen
turvallisuudelle tärkeiden järjestelmien tietoko-
nelaitteiden (hardware) elinkaaren eri vaiheisiin
liittyviä sekä dokumentointiin liittyviä vaatimuk-
sia. Vaatimushallinta ei standardissa ole riittä-
vässä määrin esitetty ja siitä puuttuu vaatimus-
ten jäljitettävyyden ja muutosten hallinta.
IEC 61226 Ed. 1.0 [8-11] esittää luokittelume-
netelmän ydinvoimalaitoksen I&C-toiminnoille ja
laitteille, jotka kuvaavat turvallisuustoiminnon
tärkeyttä. Luokitus määrää sitten sovellettavat
suunnittelukriteerit. Standardi sisältää myös
suunnitteluvaatimukset (yleiset ja erityiset) eri
luokkien järjestelmille ja laitteille. Ei sisällä vaa-
timushallintaa.
IEC 61508 [8-12] esittää vaatimuksia prosessi-
teollisuuden turvallisuustoimintoja hoitaville säh-
köisille, elektronisille ja ohjelmoitaville S/E/OE-
järjestelmille (sähkö/elektroniikka/ ohjelmoitava
elektroniikka). Standardin 1. osa määrittelee vaa-
timukset turvallisuusvaatimusten määrittämi-
seksi järjestelmälle ja niiden allokoimiseksi S/E/
OE-järjestelmille, muille järjestelmille sekä muil-
le riskienhallintaelementeille. 2. ja 3. osassa on
esitetty laitteiden ja ohjelmistojen kehittämisvaa-
timukset. Standardi koostuu seitsemästä osasta.
Standardin 2. ja 3. osa sisältävät yleiset vaati-mushallintaprosessin mukaiset tehtävät (laitteis-
ton/ohjelmiston turvallisuus, vaatimusmäärittely
ja allokointi, turvallisuuden kelpuutus, turvalli-
suuden todentaminen, integroinnin todentami-
nen, turvallisuuden kelpuutus), mutta siitä puut-
tuvat sidosryhmävaatimusten määrittäminen, jäl-
jitettävyyden ja muutosten hallinta.
IEC 61513 [8-13] sisältää vaatimuksia I&C-
järjestelmien (sekä analogisten [hard-wired] että
tietokonepohjaisten tai niiden kombinaatioiden)
arkkitehtuurin suunnitteluun ja I&C-toimintojen
allokointiin I&C-järjestelmille sekä vaatimuksia
niiden muille elinkaaren vaiheille. Standardi esit-
telee konseptin I&C-järjestelmän arkkitehtuurin
turvallisuuden sekä yksittäisten järjestelmien
elinjaksolle.
Standardi soveltuu sekä uusille että käyville
(uudistukset) laitoksille. Se korostaa täydellisiä ja
tarkkoja vaatimuksia, jotka on johdettu laitoksen
turvallisuustavoitteista, edellytyksenä kattavien
vaatimusten kehittämiselle I&C-järjestelmän
arkkitehtuurille ja samalla turvallisuuteen liitty-
vien I&C-järjestelmien kehittämiseksi. I&C-jär-
jestelmävaatimukset johdetaan laitoksen turval-
lisuussuunnitteluperusteista ja dokumentoidaan.
Standardi sisältää melko yleisellä tasolla vaati-
mushallintaa (järjestelmävaatimusmäärittelyn,
todentamisen ja kelpuutuksen turvallisuusluokan
A ja B järjestelmille (IEC).
IEC 61839 [8-14] määrittelee proseduurit toi-
minnallisen analyysille ja toimintojen kohdenta-
miselle automaatiojärjestelmille ja ihmisille ydin-
voimalaitoksen valvomon suunnittelussa, joita
vaaditaan IEC 60964:ssa. Standardi ei sisällä
erityistä vaatimushallintanäkökulmaa, mutta toi-
minnallinen analyysi on kuitenkin yksi vaatimus-
määrittelyn apuväline.
IEC 62138 [8-15] esittää tietokonepohjaisten
I&C-järjestelmien ohjelmistojen – jotka tukevat
B- ja C-kategorian (IEC) turvallisuustoimintoja –
vaatimukset. Se kattaa toimintojen yleiset vaati-
mukset, valmisohjelmistojen valintavaatimukset,
ohjelmiston vaatimusmäärittelyn vaatimukset,
ohjelmiston suunnittelun vaatimukset, uuden oh-
jelman toteutusvaatimukset, ohjelmistonäkökoh-
dat järjestelmäintegraatiossa ja ohjelmistomuu-
tokset. Standardi täydentää IEC 60880 ja IEC
60880-2 standardeja ja on yhdenmukainen IEC
61513:n kanssa. Vaatimushallinnan perusproses-
sit on esitetty lyhyesti lukuun ottamatta sidos-39
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jäljitettävyyden sekä muutosten hallintaa.
IEC 9126 [8-16] on tarkoitettu ohjelmiston
laatuvaatimusten määrittelyyn ja ohjelmiston ar-
viointiin. Se täydentää vaatimusmäärittelyvaihet-
ta kuvaamalla laatuvaatimusten määrittelytavan,
mikä on vain pieni osa vaatimushallintaa.
ISO/IEC 12207 [8-17] sisältää ohjelmiston han-
kinta-, toimitus-, kehitys-, käyttö- ja ylläpitopro-
sessien sekä tukiprosessien kuvauksen. Se on
hyvä ohjelmistojen elinjaksoprosessistandardi. Se
sisältää yleiset vaatimushallintatehtävät, mutta
ei sidosryhmävaatimusten määrittelyä eikä vaati-
musten jäljitettävyyden ja muutosten hallintaa.
ISO/IEC 15288 [8-18] kuvaa järjestelmän elin-
jaksoprosessit kattaen järjestelmän hankinta-,
toimitus-, projektinhallinta-, järjestelmän kehi-
tys-, käyttö- ja ylläpitoprosessien sekä organisaa-
tion prosessien kuvauksen. Siinä on esitetty myös
järjestelmien elinkaaren vaiheet sekä järjestel-
mämallit liitteenä sekä myös liitynnät ISO/IEC
12207:een (ohjelmistojen vastaava standardi). Se
sisältää myös vaatimushallintaprosessin seuraa-
vat osat sidosryhmävaatimusten ja järjestelmä-
vaatimusten määrittely (vaatimusanalyysi), to-
dentaminen, kelpuutus ml. jäljitettävyyden hal-
linnan. Ainoastaan muutosten hallinta puuttuu.
Prosessit on esitetty kuitenkin melko yleisellä
tasolla.
IEEE-standardit
ANSI/IEEE 1008 [8-19] esittää ohjelmiston yk-
sikkötestausten suunnitteluun, toteutukseen ja
arviointiin liittyvät vaatimukset. Testaukset ovat
osa vaatimushallintaa.
ANSI/IEEE Std 829-1983 [8-20] on tarkoitettu
ohjelmistojen testausten suunnitteluun, määritte-
lyyn ja testausdokumenttien laadintaan.
IEEE 1012 [8-21] sisältää ohjelmiston todenta-
mis- ja kelpuutusprosessin (V&V) koko ohjelmis-
ton elinkaaren aikana. Se sisältää ohjelmiston
hankintaan, toimitukseen, kehittämiseen, käyt-
töön ja ylläpitoon liittyvät V&V-tehtävät lähtö- ja
tulostietoineen. Vaatimushallintamielessä tämä
sisältää analysoitujen standardien kattavimman
V&V-prosessin sisältäen myös jäljitettävyyden
hallinnan. V&V-tehtävät määräytyvät ohjelmis-
ton eheystasojen (eheystasot ovat kriittisyysluok-
kia) mukaan. Se on esim. yhdessä IEC 12207
kanssa hyvä yhdistelmä ohjelmistotuotannossa.40IEEE 1074 [8-22] on tarkoitettu ohjelmistotuo-
tannon prosessien parantamiseen ohjelmistopro-
jekteja johtaviin ja toteuttaviin organisaatioihin
(prosessiarkkitehdille), mutta myös prosessin to-
teuttajille. Standardi sisältää tarvittavaa infor-
maatiota elinjaksoprosessien määrittämiseen
sekä vaatimukset ohjelmiston elinjaksoprosessien
määrittämiselle. Yleinen vaatimushallintaproses-
si sisältyy aktiviteetteihin lukuun ottamatta si-
dosryhmävaatimusten määrittelyä eikä vaatimus-
ten jäljitettävyyden ja muutosten hallintaa.
IEEE 7.4.3.2 [8-23] esittää ydinvoimalaitosten
turvajärjestelmien tietokoneiden toiminnalliset ja
suunnitteluvaatimukset. Standardi täydentää
IEEE Std 603-1998:n vaatimuksia mm. ohjelmis-
ton laatuun ja järjestelmän eheyteen (integrity)
liittyviltä osin. Vaatimushallintaan liittyviä asioi-
ta standardissa on esitetty melko suppeasti.
IEEE Std 1028-1997 [8-24] esittää vaatimuk-
set systemaattisten katselmointien määrittelyyn
ohjelmiston hankinta-, toimitus-, kehitys-, käyttö-
ja yllä-/kunnossapitoprosesseissa. Se kuvaa, mi-
ten erityyppiset katselmoinnit on toteutettava.
Standardia käytetään yhdessä muiden ohjelmis-
tosuunnittelustandardien kanssa, jotka määritte-
levät, mitä katselmoidaan ja milloin. Katselmoin-
ti on myös osa vaatimushallintaprosessia.
IEEE Std 830-1998 [8-25] sisältää suositellut
lähestymistavat ohjelmiston vaatimusten määrit-
telyyn. Standardin kohderyhminä ovat ohjelmis-
tojen ostajat ja toimittajat sekä vaatimusspesifi-
kaatioiden laatijat. Standardi esittää hyvän vaa-
timusspesifikaation kriteereitä, vaatimusmäärit-
telydokumentin rakenne- ja sisältövaatimukset
sekä sisältötemplaten ja liitynnät IEEE 12207:n
kuvaamaan prosessiin (Software Life Cycle Pro-
cesses). Standardi sopii ohjelmiston järjestelmä-
vaatimusdokumentaation laatimiseen, mikä on
viimeinen vaihe vaatimusmäärittelyprosessissa.
Standardi on erittäin selkeä ja hyvä ohje doku-
mentaation tuottamiseen.
ISO-standardit
ISO 15504 (SPICE) [8-26] on malli ohjelmistotoi-
mittajan ohjelmistokehitysprosessin arviointiin.
Se on samantapainen kuin em. CMMI- malli1.
Standardi on kaikkiaan 9-osainen kattaen proses-
simallin kuvauksen sekä ohjeet prosessien arvi-
ointiin ja parantamiseen. Malli kattaa kaikki vaa-
timushallintaprosessin osat ml. sidosryhmätarpei-
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peiden muuntamista sidosryhmävaatimuksiksi.
NRC-standardit/ohjeet
NRC Regulatory Guide 1.172 [8-27] on ydin-
voimalaitosten turvallisuusjärjestelmien atk-oh-
jelmiston vaatimusspesifikaatioiden laadintaan
tarkoitettu standardi Se sisältää kommentteja,
täydennyksiä ja soveltamisohjeita joihinkin IEEE
830-1993:n kohtiin. Se painottaa erityisesti vaati-
mushallinnan osalta jäljitettävyyden hallintaa
sekä vaatimusspesifikaation muutoshallintaa.
Vaikka IEEE 830 ei ole varsinaisesti tarkoitettu
turvallisuusjärjestelmien ohjelmiston laadintaan,
se voi opastaa myös siinä. Tämä ohje sellaisenaan
ei ole vaatimushallintaan kattava, mutta yhdessä
viitestandardien kanssa melko hyvä.
NRC Regulatory Guide 1.97 [8-28] sisältää
onnettomuustilanteen jälkeiseen valvontaan tar-
koitetuille järjestelmille asetetut vaatimukset.




Useimmissa analysoiduissa standardeissa ei vaa-
timushallintaprosessia kuvata prosessinäkökul-
masta, mutta prosessin osia on standardeihin
ikään kuin ”sisäänrakennettuina”: Standardeissa
on esitetty vaatimuksia sille, mitä on tehtävä tai
mitkä ovat osavaiheiden lopputulokset. Ainoas-
taan CMMI- ja ISO 15504 -standardeissa on vaa-
timushallinta selkeämmin prosessina esillä.
Systemaattinen vaatimushallintaprosessinäkö-
kulma tuo järjestelmien kehittämiseen ”punaisen
langan”, joka ohjaa kehittämistyötä ja varmistaa
osaltaan korkealaatuisen lopputuloksen saavutta-
mista. Vaatimushallinnalla varmistetaan, että lop-
putulos vastaa sidosryhmien tarpeita.
Kun standardeissa puhutaan vaatimuksista,
niin lähes kaikissa yhteyksissä niitä ei erotella
sidosryhmä- ja järjestelmävaatimuksiin, ja useim-
missa tapauksissa vaatimuksilla tarkoitetaan jär-
jestelmävaatimuksia.
Sidosryhmävaatimusten määrittäminen puut-
tuu lähes kaikista standardeista. Sidosryhmävaa-
timusten määrittely on monimutkaisissa järjes-
telmissä tarpeen aina. Niillä on vaikutusta järjes-telmän toiminnan onnistumiseen. Toisaalta ylei-
sissä suunnitteluperiaatteissa on usein otettu
huomioon esim. hyviä käyttöliittymäkäytäntöjä,




• Vaatimustietojen ja niiden elinkaaren aikais-
ten muutosten hallintaa ei yleensä ole vaadit-
tu.
• Jäljitettävyys on joskus mainittu, mutta sen
merkitystä ei erityisemmin ilmaistu.
• Vaatimuslähteistä ja muista vaatimuksiin liit-
tyvistä lisätiedoista (attribuutit) ei ole juuri-
kaan mainintoja.
• Joissakin standardeissa on esitetty suunnitte-
luvaatimuksia ja -ratkaisuja: miten jokin jär-
jestelmä tai laite on suunniteltava tai toteutet-
tava samoin kuin mitä osia/elementtejä niissä
on oltava: nämä voitaisiin mahdollisesti korva-
ta toiminnallisilla & suorituskykyvaatimuksil-
la, jolloin ne eivät rajoittaisi suunnittelurat-
kaisuja samassa määrin kuin nyt.
• Vaatimukset ovat usein hyvin yleisluontoisia
(tavoitetyyppisiä), jolloin ne eivät aina ole yk-
sikäsitteisesti todennettavissa (esim. ”good do-
cumentation shall be provided”, ”automatic tes-
ting aids should be available”): yleisluontoisia
vaatimuksia voidaan myös purkaa alemmalle
tasolle ilman että se rajaa ratkaisuvaihtoehto-
ja. Tässä suhteessa tavoitepohjainen vaatimus-
määrittelylähestymistapa voi olla hyvä keino.
• Standardit soveltuvat hyvin tarkistus- ja muis-
tilistaksi: mitä asioita on muistettava/oltava
dokumenteissa.
• Standardien ohjeosioissa on jonkin verran
opastusta vaatimusten määrittelyä varten.
• Standardeissa ei edellytetä käytettäväksi sys-
temaattisia vaatimushallintamenettelyitä.
• Standardeissa ei esitetä, millä tavalla johde-
taan alemman tason (järjestelmän tai ohjel-
miston tms.) vaatimukset ylemmän tason vaa-
timuksista eikä esitetä laatu- tms. vaatimuk-
sia ylemmän tason vaatimuksille: käytännöis-
sä tulisi varmistaa, että ylemmän tason vaati-
musmäärittely on tehty ja että sen laatu täyt-
tää vaatimukset (mikäli jotain puuttuu, se on
täydennettävä ennen alemman tason järjestel-
män suunnittelun aloitusta).41
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ei ole esitetty: suunnitteluprosessille leimaa-
antavana on peräkkäisajattelu (vesiputous-
malli), spiraalimalleja ei esitetty.
• Vaatimushallinnan edellytysten huomiointi
puuttuu (esim. käyttö- ja ylläpitokonseptit, si-
dosryhmäanalyysi, konseptien kehittäminen ja
vertailu).
• Hyviä (tarkistuslistanomaisia) suunnittelu-
käytäntöjä on sisällytetty standardeihin.
• Vaatimusten priorisointi ei ole esillä juuri mis-
sään standardissa.
8.2.2 Termeistä ja käsitteistä
Verification- ja validation-termien käyttö on epä-
yhtenäistä standardeissa:
• Todentaminen (verification, SFS-ISO 9000/
2000) on vaatimushallinnassa yläkäsite ja
myös osaprosessi, jota tehdään koko järjestel-
män toteutusprojektin ajan. Katselmointi, au-
ditointi, analyysi, testaus, demonstrointi ja tar-
kastus ovat yleisimmin käytettyjä todentamis-
tapoja. Vaatimushallinnassa on myös erotetta-
va
1) vaatimusten ja muun suunnitteluaineiston
todentaminen edeltävän tason vaatimuksia
tai tulosaineistoa vastaan sekä
2) järjestelmän tai sen osien todentaminen
vastaavan tason vaatimuksia vastaan.
• Kelpuutus (validation, SFS-ISO 9000/2000) on
yläkäsite ja myös osaprosessi. Standardeissa
puhutaan usein testauksista erottelematta to-
dentamis- ja kelpuutustestauksia. Varsinaisen
kelpuutuksen suorittaa järjestelmän hankkija
(esim. laatuorganisaatio) sen ollessa oikeassa
käytössä ja käyttöympäristössä. On myös ero-
tettava
1) vaatimusten ja muun suunnitteluaineiston
kelpuutus ylempien tasojen vaatimuksia tai
tulosaineistoa vastaan sekä
2) tuotteen tai sen osien kelpuutus vastaavia
vaatimuksia vastaan.
• Kelpoistus-termiä käytetään suomenkielisissä
teksteissä samantapaisessa merkityksessä
kuin kelpuutus-termiä. Selkeää määritelmää
sille ei ole kuitenkaan ole tiedossa.42• Qualification-termin suomalaisena vastineena
käytetään usein kelpoistus-termiä, mikä kat-
taa sekä todentamisen että kelpuutuksen
(V&V).
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Liite 8-1 Standardien arviointiasteikko
Kuvaa, miten hyvin standardi tukee vaatimushallintaprosessia tai sen osia.
1 = tyydyttävä, 2 = hyvä, 3 = erittäin hyvä, N/A = ei arvioitu.
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9 Vaatimusmäärittelyn lähestymistapoja9.1 Tavoitepohjainen lähestymistapa
9.1.1 Yleistä
Turvallisuuteen liittyviltä tietokonejärjestelmiltä
edellytetään korkeaa luotettavuutta, ja tämä on
voitava myös osoittaa [9-1]. Tarkka ja oikea mää-
rittely siitä, mitä ohjelmiston on tehtävä, on olen-
nainen vaihe järjestelmän kehittämisessä. Silti
tänä päivänä on erittäin suuria vaikeuksia ohjel-
miston vaatimusten määrittelyssä oikein: on laa-
jasti tunnustettu, että pahimmat ohjelmistovir-
heet voidaan jäljittää virheellisiin vaatimusmää-
rittelyihin.
Muodollisia määrittelytekniikoita on ehdotet-
tu tämän ongelman ratkaisuksi ja sen soveltami-
nen on onnistunut yhä useammin. Siitä huolimat-
ta nykyiset ohjelmistomäärittelytekniikat kärsi-
vät heikkouksista erityisesti kriittisessä vaati-
musmäärittelyvaiheessa:
• Rajoittunut kattavuus: Useimmat tekniikat
keskittyvät pelkän ohjelmiston määrittelyyn
kun tärkeää olisi koko järjestelmän – josta
ohjelmisto muodostaa vain osan – määrittely.
Ei-toiminnalliset vaatimukset on myös jätetty
muodollisten vaatimusmäärittelyiden ulkopuo-
lelle.
• Perusteluiden puute: vaatimusmäärittelyiden
ymmärtäminen ilman perusteita on usein vai-
keaa.
• Heikko ohjaus: muodollisissa määrittelymene-
telmissä pääpaino on määrittelyiden jälkiana-
lyysissä ja hyviä menetelmiä monimutkaisten
järjestelmien oikeiden vaatimusmäärittelyiden
varsinaiseen rakentamiseen ei juuri ole ollut.
• Vaihtoehtotarkastelujen tuen puuttuminen:
useimmat määrittelytekniikat eivät mahdol-
lista vaihtoehtoisten määrittelyiden kehitte-
lyä, esittämistä ja vertailuja.Viitteessä [9-1] esitetty tavoitepohjainen vaati-




Tavoitteella tarkoitetaan päämäärää, joka suun-
niteltavan järjestelmän on saavutettava. Tavoit-
teet voivat viitata järjestelmän joko toiminnalli-
siin tai ei-toiminnallisiin ominaisuuksiin ja ne
voivat olla hyvin eritasoisia alkaen korkean tason
ilmaisuista (”turvallinen ydinvoimalaitos”) ja pää-
tyen yksityiskohtaisiin ilmaisuihin (”turvasignaa-
li oltava pois päältä, kun paine on alle asetusar-
von”).
Turvallisuusjärjestelmiin liittyy turvallisuu-
teen liittyviä tavoitteita, jotka on saavutettava.
Tavoitteista voidaan johtaa mm. ohjelmiston vaa-
timukset ja määrittelyt, ja samalla osoittaa ”ta-
kaisin päin” tavoitteiden täyttyminen.
Tavoitepohjainen vaatimusmäärittely lähtee
liikkeelle järjestelmän kehittämisen taustalla ole-
vien tavoitteiden tunnistamisella ja etenee purka-
malla tavoitteet osatavoitteiksi ja edelleen vaati-
muksiksi.
Tavoitteet voidaan ilmaista sekä epämuodolli-
silla (luonnollinen kieli), puolimuodollisilla että
muodollisilla kuvaustavoilla. Viitteen [9-1] esi-
merkissä on käytetty rinnan sekä epämuodollista
että muodollista kuvaustapaa. Tavoitteisiin liite-
tään yleensä attribuutteja (lisätietoja), esim. vaa-
timuksen tunniste, nimi ja prioriteetti. Tavoittei-
den jäljitettävyyttä ja suhteita muihin tavoittei-
siin ja mallinnuselementteihin kuvataan liityn-
nöillä (linkeillä). Tavoitteet voidaan luokitella
useilla eri perusteilla, esim. pääjako toiminnalli-
siin ja ei-toiminnallisiin samaan tapaan kuin vaa-
timusten luokittelussakin tehdään.45
S T U K - Y TO - T R 2 0 3Tavoitteiden kuvauskieli, attribuutit, luokitte-
lu ja liitynnät ovat tavoitteiden mallintamisväli-
neitä.
Tavoitemäärittelyn vaiheet:
1. Tavoitteiden tunnistaminen ja kehittäminen
• Tavoitteet tunnistetaan sidosryhmien ilmai-
semista tavoitteista sekä järjestelmän alus-
tavista kuvauksista, esim. aikomuksia kos-
kevista ilmaisuista.
• Kaikkia järjestelmän tavoitteita ei välttä-
mättä ole aina ilmaistu, vaikka niitä on
aina olemassa. Siksi tarvitaan tavoitteiden
”paljastamista” ja dokumentointia.
• Usein järjestelmää kehitetään olemassa ole-
van järjestelmän korvaajaksi, ja olemassa
olevan järjestelmän ongelmat ja puutteet
ovat hyvä lähde uuden järjestelmän tavoit-
teiden määrittämiselle: kääntämällä ongel-
mat positiivisiksi saadaan tavoitteita uu-
delle järjestelmälle.
• Tavoitejoukkoa voidaan kehittää edelleen
skenaarioiden avulla, ristiriitojen poistami-
sella ja tavoitteiden saavuttamisen esteitä
tunnistamalla.
• Tavoitehierarkiaa kehitetään edelleen alas-
päin kysymällä ”Miksi” ja ylöspäin kysy-
mällä ”Miten”. Kehittäminen tapahtuu sekä
ylhäältä-alas (top-down) että alhaalta-ylös
(bottom-up) periaatteilla. Tällä tavalla saa-
daan tavoitehierarkia täydennettyä katta-
vammaksi ja laadukkaammaksi.
2. Objektien kehittäminen
• Tavoitteisiin liitetään olioita (objekteja), at-
tribuutteja ja liityntöjä
• Tavoiteilmaisujen perusteella voidaan tun-
nistaa järjestelmän muuttujia (parametre-
ja), jotka voidaan taas liittää objekteihin
(järjestelmän elementteihin)
• Esimerkki: jäähdytysjärjestelmä [objekti] ja
sen muuttuja vedenpaine, joka on samalla
jäähdytysjärjestelmän attribuutti.
3. Agenttien mallinnus ja liitynnät
• Tavoitteita puretaan alemman tason osata-
voitteiksi niin kauan kunnes ne voidaan
kohdentaa (allokoida) jollekin agentille
(agentti on järjestelmän jokin toimija: osa-
järjestelmä/ laite, ohjelmisto tai ihminen),46joka vastaa tavoitteen saavuttamisesta.
Kohdentaminen jollekin agentille voidaan
tehdä kuitenkin vain, jos ko. agentilla on
kyvykkyys täyttää ko. tavoite. Kun osata-
voitteen kohdentaminen on tehty, tämä osa-
tavoite muodostaa samalla ko. agentin yksi
vaatimusilmaisun.
• Agenttien liitynnät kuvataan mallilla
(esim. kaaviona).
4. Tavoitteiden saavuttamisen esteiden tunnista-
minen
• Esteanalyysillä (obstacle analysis) tunnis-
tetaan niitä esteitä, jotka voivat uhata ta-
voitteiden saavuttamista. Tavoitteiden ne-
gaatioiden avulla saadaan selville esteet
(esim. ”ei-turvallinen ohjaus”), joiden poh-
jalta kehitetään uusia tavoitteita esteen
poistamiseksi ja sellaisen ”robustin” järjes-
telmän aikaansaamiseksi, joka selviää em.
esteiden aiheuttamista ongelmista. Este-
analyysi se muistuttaa vikapuumallinta-
mista, jolla tunnistetaan vikojen lisäksi
myös toimenpiteet vioista toipumiseksi.
5. Tavoitteiden ristiriitojen käsittely
• tavoitteet voivat olla keskenään ristiriidas-
sa ja nämä ristiriidat on tunnistettava ja
ratkaistava tavoitemäärittelyn yhteydessä
• ristiriitojen ratkaisussa tavoitemäärittely-
itä joudutaan muuttamaan esim. täydentä-
mällä lisäehdoilla tms.
• ristiriitojen käsittelyä tapahtuu myös ta-
voitteiden tunnistamisen yhteydessä ja
myöhemmin prosessin aikana.
6. Tavoitteiden operaationalistaminen
• Tavoitteiden operaationalistaminen tuottaa
järjestelmän operatiiviset vaatimukset tun-
nistamalla ne agenteille kohdennettujen ta-
voitteiden perusteella. Tuloksena saadaan
järjestelmän (esim. ohjelmiston) operatiivi-
nen malli, joka määrittelee järjestelmän
tuottamat palvelut sekä niiden edellytykset
(pre- and postconditions) ja niihin liittyvät
vaatimukset.
Tavoitepohjainen vaatimusmäärittely sijoittuu
ajallisesti pääosin ennen tavanomaista järjestel-
mävaatimusten määrittelyvaihetta. Varsinainen
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kun tavoitepohjainen analyysi loppuu.
Tavoitemallia voidaan käyttää myös todenta-
misen ja kelpuutuksen apuvälineenä.
9.1.3 Johtopäätöksiä tavoitepohjaisen
menetelmän soveltamisesta
Viitteessä [9-1] on esitetty seuraavia johtopäätök-
siä tavoitepohjaisen vaatimusmäärittelyn sovelta-
misesta turvallisuusjärjestelmälle:
• tavoitepohjainen määrittely katsoo asioita laa-
jemmasta järjestelmänäkökulmasta
• operatiiviset vaatimukset voidaan johtaa ylem-
män tason tavoitteista
• tavoitteet muodostavat vaatimusten peruste-
lun ja oikeellisuuskriteerin
• esteanalyysi auttaa tuottamaan korkean luo-
tettavuuden järjestelmiä tunnistamalla järjes-
telmän vioittumistavat ja tutkimalla vaihtoeh-
toisia tapoja ongelmien ratkaisemiseksi riittä-
vän ajoissa
• tavoitehierarkia muodostaa hyvän tavan
strukturoida myös koko vaatimusmäärittely-
dokumentti
• yleinen kehys mahdollistaa erilaisten kuvaus-
tapojen käytön eri vaiheissa
• tavoitteiden mallinnus ohjaa koko määrittely-
prosessia
• menetelmässä on vielä kehittämistarpeita lä-





den varmistaminen on keskeisiä tekijöitä ydinvoi-
malaitosten sovelluksissa. Eräs lähestymistapa
on ohjelmistojen matemaattinen todentaminen.
Matemaattinen todentaminen edellyttää muodol-
listen vaatimusmäärittelytapojen käyttöä. Muo-
dollisia tekniikoita voidaan käyttää vaatimus-
määrittelyn lisäksi suunnittelussa, koodin tuotta-
misessa, ohjelmoitavan logiikan suunnittelussa ja
dokumentoinnissa.
Muodolliset vaatimusten määrittely- ja kuva-
usmenetelmät ovat virheiden välttämistekniikoi-
ta, jotka voivat poistaa virheitä järjestelmän vaa-
timusmäärittely-, määrittely- ja suunnitteluvai-
heissa [9-2]. Ne ovat matemaattispohjaisia teknii-koita tuettuna usein työkaluilla ja voivat siten
tarjota luotettavan ja tehokkaan tavan järjestel-
män mallintamisessa, suunnittelussa ja analy-
soinnissa.
Muodollinen määrittely tehdään kuvauskielel-
lä, jonka sanasto, syntaksi ja semantiikka ovat
muodollisesti määriteltyjä ja jolla on matemaat-
tis–looginen perusta. Muodollisella määrittelyllä
voidaan tuottaa yksikäsitteisiä, täydellisiä ja ris-
tiriidattomia vaatimuksia.
Sidosryhmävaatimusten määrittelyssä muo-
dollisia tekniikoita voidaan käyttää vaatimusil-
maisujen muotoilussa, analyysissä ja kelpuutuk-
sessa. Järjestelmävaatimusten määrittelyssä nii-
tä voidaan käyttää määrittelyjen jalostamisessa,
analyysissä ja muodollisessa todistamisessa
(proof).
Muodollisia tekniikoita on käytetty menetyk-
sellisesti monissa projekteissa. Kansainvälisen
avaruusaseman (NASA) vaatimusmäärittelyistä
sekä turvallisuuskriittisen asejärjestelmän (Rock-
well) vaatimusmäärittelyistä on menetelmällä
löydetty vakavia virheitä.
Päämotivaatio muodollisten menetelmien käy-
tölle on varmistaa vaatimusten laatuvaatimusten
(yksikäsitteisyys, täydellisyys, ristiriidattomuus,
todennettavuus, modifioitavuus ja jäljitettävyys)
täyttyminen. Muodollisia menetelmiä voidaan
käyttää em. laatuvaatimusten varmistamiseen
käyttämällä järjestelmän käyttäytymisen kuvaa-
miseen mallinnusta tai matemaattista kuvaus-
kieltä.
Eräs syy siihen, että muodollisilla menetelmil-
lä saadaan laadukkaita vaatimusmäärittelyjä, on
se, että ne pakottavat tekijät tekemään määritte-




Esimerkkejä muodollisten menetelmien käytöstä
löytyy mm. ilmailun, rautatiejärjestelmien, ydin-
voimalaitosten ja lääketieteen järjestelmien ke-
hittämisessä.
Ilmailun alueella SIFT-projektissa muodollista
määrittelytapaa käytettiin lentokoneen ohjaus-
tietokoneen turvallisuusvaatimusten määrittelys-
sä jo 1970-luvulla. Järjestelmän luotettavuusvaa-
timukset olivat korkeat ja tuloksena järjestelmän
luotettavuus todettiin erittäin korkeaksi.47
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voimalaitoksen ohjelmistojen suunnittelussa muo-
dollisia menetelmiä (pääasiassa VDM:ää) [9-2]
Kokemusten mukaan muodollisten menetelmien
käyttö on kaksinkertaistanut vaatimusmääritte-
lyyn käytettävän ajan, mutta eliminoinut uudel-
leensuunnittelun kokonaan. Kokonaisvaikutus
näillä on ollut se, että kustannussäästöt ovat
olleet jopa puolet aikaisemmista kustannuksista.
Pääjohtopäätöksenä on todettu, että suurin ongel-
ma on järjestelmä kokonaisuutena, ei pelkästään
ohjelmisto. Yhdistelmä nykyaikaisia menetelmiä
ml. muodolliset menetelmät, voi auttaa aikaan-
saamaan luotettavia turvallisuuskriittisiä ohjel-
mistoja. Niiden käytöllä saavutetaan parannuk-
sia aikataulujen, kustannusten ja laadun suh-
teen.
Rautatiejärjestelmien kehittämisessä on muo-
dollisia menetelmiä käytetty esim. Pariisin RER
A-linjan SACEM-ohjausjärjestelmän kehittämi-
sessä [9-2]. SACEM-ohjelmisto koostuu 21000 ri-
vistä Modula-koodia, ja siitä on 63 % katsottu
turvallisuuskriittiseksi, ja siksi sen tuottamisessa
on käytetty muodollista määrittelymenetelmää
(Abrial B). Oikeaksi todistaminen tehtiin manu-
aalisesti. Koko järjestelmän kelpuutukseen käy-
tettiin noin 100 henkilötyövuoden työmäärä.
Kriittisiltä lääketieteen järjestelmiltä edelly-
tetään myös korkeaa luotettavuutta. Hewlett-
Packard on käyttänyt muodollista määrittelyta-
paa (HP-SL) parantaakseen sydämenhoitotuottei-
densa laatua [9-3]. Lääketieteen laitteiden ohjel-
mistovirheiden johdosta on dokumentoitu monia
kuolemantapauksia, esim. Therac-sädehoitolait-
teella. Washingtonin yliopistollisen sairaalan syö-
vänhoitokeskuksessa on syklotroni-järjestelmän
kehittämisessä käytetty myös muodollisia mene-
telmiä.
9.2.3 Muodollisten menetelmät riippumattomassa
todentamisessa ja kelpuutuksessa
Suurten turvallisuuskriittisten ohjelmistojen riip-
pumattomaan todentamiseen ja kelpuutukseen
soveltuvat myös kevyet muodolliset menetelmät,
joilla voidaan löytää merkittävät virheet ilman
että edellytetään täyttä oikeellisuuden todista-
mista [9-5]. Viitteessä on esitetty käytännön tapa-
us, jossa käytetään muodollisia menetelmiä ava-
ruusaseman (International Space Station project
(ISS)) ohjelmiston vikojen tunnistamiseen, eristä-48miseen ja korjaamiseen. Kokemuksen mukaan
tärkeintä työssä oli muodollisen menetelmän
käyttö, jonka kautta saadaan monia hyötyjä.
Tapauksessa sovellettiin seuraavaa nelivai-
heista prosessia:
• vaatimusten (vain osa vaatimusmäärittelyis-
tä) uudelleenmuotoilu selkeässä, tarkassa ja
yksikäsitteisessä muodossa
• sisäisten ristiriitaisuuksien tunnistaminen ja
poistaminen
• vaatimusten testaus
• tulosten palauttaminen vaatimusten laatijoille.
Uudelleenmuotoillut vaatimukset liitettiin state-
machine-malliin käyttäen SCR-mallia (Software
Cost Reduction) [9-6], jonka työkalun avulla suo-
ritettiin myös mallin staattisten ominaisuuksien
testaus. Dynaamiset ominaisuudet testattiin
kääntämällä SRC-state-machine-malli PROME-
LA-malliksi ja käyttäen mallin tarkistajaa (SPIN)
sen käyttäytymien tutkimiseen.
Työssä löydettiin merkittäviä ei-yksikäsittei-
siä vaatimuksia, puuttuvia vaatimuksia sekä
puutteita toimintojen järjestyksen ja ajoituksen
määrittelyissä. Työhön käytettävä työmäärä oli
melko pieni (ei käsitelty kaikkia vaatimuksia) ja
löydökset olivat merkittäviä.
9.2.4 Yhteenvetoa muodollisista menetelmistä
Turvallisuuskriittisten järjestelmien monimutkai-
suus kasvaa ja yhä enemmän toiminnallisuutta
aikaansaadaan ohjelmistosovelluksilla. Muodolli-
silla menetelmillä – yhdistettynä muihin vaati-
musmäärittelymenetelmiin – voidaan päästä jär-
jestelmiltä vaadittuihin korkeisiin luotettavuus-
arvoihin. Niiden käytössä on huomioitava seuraa-
via näkökohtia [9-3]:
• muodollinen määrittely on jo melko laajalti
käytettyä ja ymmärrettyä
• automaattinen oikeaksi todistaminen ei vielä
kovin kehittynyttä
• muodolliset menetelmät voivat olla kalliita
verrattuna perinteisiin vianpoistotekniikkoi-
hin ja kustannustehokkuus on otettava huomi-
oon tapauskohtaisesti
• vaikka muodollisten menetelmien käyttö pa-
rantaa järjestelmien luotettavuutta, emme voi
mitata, kuinka paljon se vaikuttaa luotetta-
vuuteen.
S T U K - Y TO - T R 2 0 3Ongelmina on esitetty [9-8] mm. seuraavia:
• kuvaustekniikoita on hyvin monta ja sopivan
tekniikan valinta on vaikeaa
• kuvauksen vaatima suuri työmäärä
• käytön hyötyjä ei selkeästi nähtävissä
• tekniikat nähdään lähinnä kuvauskielenä eikä
liityntää vaatimusmäärittelyprosessiin ole ku-
vattu
• työkalutuki ei ole riittävä
• muodollista määrittelyä ei koeta mielekkääksi
ongelman ratkaisuvaiheessa, jota vaatimus-
määrittely on
• muodollinen määrittely ei pysty aina mallinta-
maan todellista maailmaa.
Huolimatta edellä esitetyistä ongelmista, kypsiä
muodollisia menetelmiä voidaan käyttää tuotta-
maan turvallisempia ohjelmistoja. Jo pelkkä muo-
dollisen määrittelytavan käyttö voi auttaa selki-
yttämään vaatimuksia ja yksinkertaistamaan
suunnittelua.
Turvallisuuskriittisten järjestelmien tapauk-
sessa on kuitenkin tärkeää tunnistaa käytetyn
menetelmän rajoitukset. Muodollisetkaan mene-
telmät eivät voi tehdä paljon esimerkiksi kaootti-
sessa ohjelmantuotantoympäristössä, mihin aut-
tavat kunnolliset prosessit ja niiden seuraaminen.
Jotta muodollisten menetelmien käyttö hyödyn-
täisi turvallisuuskriittisten ohjelmistojen tuotan-
toa, tarvitaan lisäksi standardoidut menetelmät
(ja standardit), niitä tukevia työkaluja ja koulu-
tusta niiden soveltamiseen ja käyttöön.
Muodollisia vaatimusmäärittelytapoja voidaan
käyttää myös todentamiseen ja kelpuutukseen
sekä laajasti sovellettuna, jolloin sen avulla todis-
tetaan määrittelyn oikeellisuus, että kevyemmin




Monipuolinen tarkastelu järjestelmän vaatimus-
ten määrittelyssä tuottaa järjestelmän sidosryh-
miä paremmin tyydyttävän tuloksen. Hyvä vaati-
musmäärittelijä tarkastelee aina asioita useista
näkökulmista. Näkökulmapohjaisia lähestymista-
poja, jotka tunnistavat ja erottavat systemaatti-
sesti eri näkökulmat, käytetään vielä aika vähän.9.3.2 PREview-menetelmä
Viitteessä [9-4] on esitetty joustava lähestymista-
pa (PREview), jota voidaan soveltaa monenlaisiin
järjestelmiin. Se on kehitetty yhteistyössä ava-
ruus- ja rautatiejärjestelmien kehittämisessä mu-
kana olleiden asiantuntijoiden kanssa. Lähesty-
mistapa painottuu vaatimusten tunnistamis- ja
määrittämisvaiheeseen.
PREview-menetelmässä on pyritty poistamaan
monien muiden näkökulmamenetelmien puuttei-
ta, joista keskeisin on liiallinen rajoittuminen
vain yhden näkökulman ympärille. PREview:ssä
voidaan määritellä useita järjestelmään parhai-
ten sopivia näkökulmia.
PREview:ssä kukin näkökulma koostuu seu-
raavista osista:
• näkökulman nimi: identifioi yksikäsitteisesti
näkökulman
• näkökulma (fokus): näkökulmat jaetaan kol-
meen päätyyppiin, vuorovaikutus- (interactor),
epäsuora (indirect) ja osaamisalatyyppeihin
(domain). Vuorovaikutusnäkökulma sisältää
niiden ihmisten tai järjestelmien näkökulmat,
jotka ovat suoraan vuorovaikutuksessa järjes-
telmän kanssa (esim. järjestelmän käyttäjä,
kunnossapitäjä). Epäsuora näkökulma pitää
sisällään niiden ihmisten, organisaatioiden tai
järjestelmien näkökulmat, joilla on jokin int-
ressi järjestelmän suhteen (esim. viranomai-
nen, omistaja). Osaamisalanäkökulmat ovat
näkökulmia, jotka sisältävät ko. järjestelmään
liittyvää ammatti- ja erityisosaamista (esim.
materiaaliosaaminen).
• mielenkiinnon kohde (concern): ohjaavat tär-
keiden vaatimusten määrittelyä
• lähteet: näkökulmaan liittyvien vaatimusten
lähteet (ihmiset, roolit, muut järjestelmät, do-
kumentit)
• vaatimukset: näkökulmaan liittyvät vaatimuk-
set, jotka ovat peräisin ao. lähteistä ja vaati-
musanalyysistä
• muutoshistoria: näkökulman tietojen muutos-
tiedot.
Näkökulmat voidaan joustavasti sovittaa organi-
saation käytäntöihin. Näkökulmia voidaan käyt-
tää myös vaatimusdokumentoinnin organisointi-
tapana, mikä helpottaa vaatimusten analysointia
ja varmistaa, että tärkeää tietoa ei puutu. Ne toi-49
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nismina. Vaatimusten kuvaustapojen valinta voi-
daan tehdä täysin vapaasti ja tarkoituksenmukai-
sella tavalla.
PREview-prosessi on spiraalimainen, ja se
koostuu vaatimusten tunnistamis-, analyysi- ja
neuvotteluvaiheista. Tunnistamisvaiheessa tuote-
tut vaatimukset täydennetään analyysivaiheessa,
jossa myös tunnistetaan ristiriitaisuudet ja puut-
teellisuudet. Ne ratkaistaan vaatimusten neuvot-
teluvaiheessa. Prosessi voidaan tehdä tarvittaes-
sa useampaan kertaan spiraalimallin mukaisesti.
Prosessi voidaan helposti integroida organisaati-
on olemassa olevien menetelmien kanssa vaati-
musmäärittelyn ensimmäiseksi vaiheeksi.
Viitteessä [9-4] on esitetty PREview:n sovelta-
misesimerkkinä rautateiden junasuojausjärjestel-
män (Train Control System, TCS) vaatimusmää-
rittely, jossa menetelmää kokeiltiin. Kokemus
osoitti, että menetelmä on hyvin käyttökelpoinen
ja joustava, eikä edellytä soveltajiltaan syvällistä
menetelmäosaamista.
PREview käsittelee sidosryhmävaatimusmää-
rittelyn ongelmallisia osa-alueita, joita ovat:
• vaatimusten tarkastelu eri näkökulmista, jon-
ka PREview tekee näkyväksi ja opastaa näkö-
kulmien tunnistamisessa ja johtamisessa
• yksityiskohtien katoaminen yleisluontoisessa
menetelmässä, mihin PREview tarjoaa vasta-
lääkkeitä vaatimuslähteiden, näkökulmien ja
mielenkiinnon kohteiden tunnistamisen kaut-
ta
• epäselvyys siitä, milloin vaatimusmäärittely
on syytä lopettaa. Spiraalimalli mahdollistaa
vähittäisen täydentämisen eikä tähtää alun
perinkään täydelliseen vaatimusmäärittelyyn
heti alussa
• vaatimukset eivät ole näkyvissä ja ilmeisiä, ne
on ”kaivettava” esiin, ja PREview mahdollistaa
tämän mm. vaatimuslähteiden sekä osaamis-
alanäkökulman – jolla ei ole sidosryhmää –
käsittelyn kautta.
9.4 Oliopohjainen lähestymistapa
Oliopohjainen lähestymistapa perustuu järjestel-
män mallintamiseen olioina (object) [9-7]. Olio on
kohde, joka määritellään attribuuteilla ja siihen
liittyvillä operaatioilla. Oliot ovat järjestelmän
merkittäviä toimijoita, agentteja ja palvelijoita.
Olioita voivat olla esim. laitteet, joiden kanssa jär-50jestelmä on vuorovaikutuksessa, organisaatioyk-
siköitä, tapahtumia, fyysisiä sijaintipaikkoja, oh-
jelmistoelementtejä tai ihmisrooleja.
Järjestelmä kuvataan olioiden muodostamana
kokonaisuutena, mikä määrittelee sen käyttäyty-
misen. Ensin tunnistetaan sidosryhmävaatimuk-
set, joiden perusteella rakennetaan oliomalli.
Oliopohjaisen menetelmän yhtenä etuna on se,
että siirryttäessä järjestelmäkehityksessä vaati-
musmäärittelystä suunnitteluun, sama oliomalli
toimii edelleen työvälineenä, eikä ole tarvetta
tehdä jyrkkiä muutoksia kuvaamistavassa. Eri-
tyistä turvallisuusaspektia menetelmälle ei ole
esitetty.
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10 Muita vaatimushallinnan käytäntöjä10.1 NASAn vaatimushallintaprosessi
NASAn vaatimushallintaprosessi [10-1] on yhdis-
telmä hyvistä vaatimushallintakäytännöistä. Sen
tavoitteena on luoda, dokumentoida, katselmoida
laadukas vaatimusjoukko, vahvistaa vaatimusten




Prosessi on jaettu neljään päävaiheeseen:
1. Sisällön määrittely (scope).
2. Vaatimusten määrittely.
3. Vaatimusten kelpuutus.
4. Perustilan vahvistaminen ja vaatimusten hal-
linta.
Prosessi on luonteeltaan iteratiivinen tai spiraali-
mainen. Prosessikuvauksen lisäksi on tehty tar-
kistuslistoja esim. vaatimusten laadun arviointia
varten.
1. Järjestelmän sisällön (scope) määrittely
Lähtökohtana osavaiheelle on, että järjestelmän
sidosryhmät on tunnistettu ja että yläjärjestelmä
on dokumentoitu ja se on saatavilla. Prosessi on
jaettu seuraaviin osittain rinnakkaisiin osiin, joi-
den tehtäviä on erikseen tarkennettu:
• Järjestelmän tarpeiden, tavoitteiden, oletta-
muksien, reunaehtojen ja vastuiden määritte-
ly.
• Järjestelmän operatiivisen konseptin määrit-
tely.
• Järjestelmän ulkopuolisten liityntöjen määrit-
tely.
• Sisältömäärittelyn laadinta, kelpuutus sekä
riskien tunnistaminen.
• Dokumentointi.2. Vaatimusten määrittely
Lähtökriteereinä vaiheelle on järjestelmän katsel-
moitu ja hyväksytty sisällön määrittelydokument-
ti.
Prosessi on jaettu seuraaviin osittain rinnak-
kaisiin osiin, joiden tehtäviä on erikseen tarken-
nettu:
• Vaatimusten keräys ja dokumentointi.
• Vaatimusten perusteluiden dokumentointi.
• Vaatimusten oikean hierarkiarakenteen mää-
rittäminen ja vaatimusten allokointi järjestel-
män osille.
• Jäljitettävyyden määrittely ja dokumentointi.
• Todentamistavan ja -vaiheen määrittely.
• Vaatimusdokumentin tuottaminen.
3. Vaatimusten kelpuutus
Lähtökriteerinä on, että vaatimusdokumentin
osia on kirjoitettu ja valmiina kelpuutukseen. Pro-
sessi on jaettu seuraaviin järjestyksessä tehtäviin
osiin, joiden tehtäviä on erikseen tarkennettu:
1. Vaatimusten kieliasun tarkistaminen.
2. Vaatimusten ”hyvyyden” katselmointi.
3. Vaatimusten priorisointi.
4. Vaatimusten muodollinen (formaali) katsel-
mointi.
5. Vaatimusten muutosten riskien arviointi.
4. Perustilan vahvistaminen ja
vaatimusten hallinta
Lähtökriteereinä on, että katselmointitilaisuuksi-
en jälkeen on todettu että vaatimusdokumentin
perustila voidaan vahvistaa ja että projektissa on
määritelty muutoshallintaprosessi.
Prosessi on jaettu seuraaviin, projektin elinai-
kana koko ajan tapahtuviin rinnakkaisiin osa-
alueisiin, joiden tehtäviä on erikseen tarkennettu:
1. Vaatimusten perustilan vahvistaminen projek-
tin konfiguraation hallintasuunnitelman mu-
kaisesti.51
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3. Muutospyyntöjen analysointi.
4. Prosessimittareiden seuranta ja mahdollisten
parannusehdotuksien kirjaaminen, lisäkoulu-
tuksen järjestäminen jne.
Prosessi on kuvattu selkeästi [10-1]. Kun se ei ole
sidottu mihinkään sovellusalueeseen, vaatimus-
tyyppiin tai työkaluun, vaan on yleispätevä, sitä
voidaan pitää hyvänä lähtökohtana kehitettäessä
omaa vaatimushallintaprosessia.
10.2 RailTrack, West Coast Route
Modernisation Programme (WCRM) [10-2]
Projektin tarkoitus on modernisoida Iso-Britanni-
an läntistä rautatietä Lontoosta Glasgow/Edin-
burghiin. Projektiin, jonka budjetti on 5.8 miljar-
dia puntaa, kuuluu rautatiekiskojen uusintaa, ris-
teyksien uudelleen mallintaminen, sähkölinjojen
vahvistaminen ja parantaminen sekä signaloin-
nin uudistaminen samalla kuin rautatie on koko
ajan henkilö- ja tavaraliikenteen käytössä. Pro-
jekti koskee varsin vilkasta liikennettä: 2000 ju-
naa päivässä ja 16 milj. matkustajaa vuodessa.
Lopputuloksen laadun varmistamiseksi käyte-
tään paitsi vaatimushallinnan menetelmiä, myös
muita järjestelmäsuunnittelun periaatteita ja
käytäntöjä.
Projektin tavoitteena on matkustusajan lyhen-
täminen 1 t 20 min:iin välillä Lontoo–Glasgow
nostamalla junien nopeutta jopa 140 mph. WCRM
on määrä valmistua vuoden 2005 loppuun men-
nessä. Projektin ylivoimaisesti tärkein vaatimus
on turvallisuus.
Projektissa sovelletaan Systems Engineering
(SE) -lähestymistapaa ja siinä erityisesti syste-
maattista vaatimushallintaa. Vaatimuksia ja nii-
den jäljitettävyyttä ylläpidetään DOORS-vaati-
mushallintatyökalussa, johon on rakennettu usei-
ta räätälöityjä käyttöliittymiä vaatimusten ana-
lysoinnin helpottamiseksi. Tietokannassa ylläpi-
detään paitsi vaatimuksia ja jäljitettävyyttä,
myös muita vaatimuksiin liittyvää tietoa.
Turvallisuuteen liittyviä järjestelmiä on pro-
jektissa mm. automaattinen junansuojausjärjes-
telmä nopeille linjoille sekä junasuojaus- ja varoi-
tusjärjestelmä.52Vaatimusten selventämiseksi ja järjestelmä-
suunnittelun apuna käytetään erilaisia mallin-
nusmenetelmiä, esimerkiksi:
• Staattisia järjestelmämalleja, kuten konteksti-
diagrammeja, toiminnallisia malleja ja ”Event
Sequence Charts”
• Dynaamisia malleja, kuten suorituskykymalli
(matka-aika, kapasiteetti, häiriö), RAM malli
(Reliability, Availability, Maintenance) sekä
turvallisuuden riskimalli.
Vaatimushallintatyökaluun on luotu erilaisia
graafisia näkymiä jotka helpottavat projektin ete-
nemisen seuranta. Näkymissä visualisoidaan vä-
reillä esim. vaatimusten kelpuutustilaa tai vaati-
musten täyttymisastetta.
Järjestelmän todentaminen ja kelpuuttaminen
tapahtuu perinteisen V-mallin mukaisesti. Tässä
tarvittavat tiedot hallitaan myös DOORS-työka-
lulla. Todentamisen tulokset kirjataan vaatimus-
tietokantaan. Näin pystytään jäljitettävyyden
kautta varmistamaan vaatimusten täyttymistä ja
seuraamaan projektin etenemistä.
Vaatimusten kelpuuttamisen oleellisena osana
on vaatimushierarkian analysointi ja varsinkin
alemman tason vaatimusmäärittelyn kattavuusa-
nalyysi. Tämä on ilman työkaluja lähes mahdo-
tonta, mutta myös vaatimushallintatyökalujen
vakionäkymien avulla hyvin vaikeata. Analyysin
helpottamiseksi RailTrack on kehittänyt myös
tälle tehtävälle omia työkalunäkymiä.
Mallinnuksessa käytettiin jo aikaisemmin käy-
tössä olevia työkaluja, jotka ovat välttämättömiä
järjestelmän mallintamisessa. Uutta tässä projek-




helpommin järjestelmällisen lähestymistavan, ja
jäljitettävyyden kautta saatiin varmuus että kaik-
ki tärkeimmät elementit oli otettu huomioon. Sa-
malla järjestelmän kokonaiskuva saatiin käyttä-
jille havainnollisesti näkyviin.
Vaatimushallinnan ja vaatimushallintatyöka-
lun ottaminen käyttöön on vienyt aika paljon
aikaa ja resursseja. Toisaalta, vaatimushallinnan
tuominen projektiin oli välttämätöntä. Ilman vaa-
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of Defense, MoD) on järjestelmähankintojen, ja
alihankintojen hallintaa varten kehitetty ns. äly-
kästä hankintaprosessia (smart acquisition), jon-
ka tarkoituksena on parantaa puolustuskykyä te-
hostamalla kalustohankintatoimintoa ajan, kus-
tannusten ja tehokkuuden suhteen [10-3].
Hankintaprojektin ohjaavana elimenä toimii
ns. IPT (Integrated Project Team), jossa hankin-
nan pääsidosryhmät ovat edustettuina. Projekti
seuraa alla kuvassa 3 olevaa pääprosessia, jossa
ensimmäisessä konseptivaiheessa tuotetaan sekä
sidosryhmävaatimuksia että järjestelmän elin-
kaarihallinnan suunnitelma.
Arviointivaiheessa tuotetaan järjestelmävaati-
muksia, jotka myöhemmin toimivat toimittajaso-
pimuksen perustana. Demonstraatiovaiheessa
keskitytään riskien minimointiin tarkentamalla
ja lisäämällä vaatimuksia ja suorituskykytavoit-
teita. Yleensä tähän vaiheeseen kuuluu myös toi-
mittajien valinta.
Valmistusvaiheessa tuotetaan järjestelmä ja
todennetaan järjestelmä järjestelmävaatimuksia
vastaan. Tämän jälkeen se kelpuutetaan ja ote-
taan käyttöön.Kuva 3. Järjestelmän elinkaari.
DemonstrationAssesmentConceptProsessin perustana on hyvin perinteinen vaa-
timus- ja riskienhallinta, kuitenkin keskittyen
järjestelmän elinkaarihallintaan.
Tätä prosessia käyttäen on kuitenkin saavu-
tettu merkittäviä parannuksia ja säästöjä, Defen-
ce Procurement Agencyn mukaan v. 1998–2008
suunnitelluissa hankinnoissa jo nyt säästetty
230M GBP, ja arvion mukaan tulee vielä 2004
loppuun mennessä säästöjä n. 80M GBP. Myös
aikataulujen, budjettien sekä laadun suhteen on
saatu huomattavia parannuksia aikaan.
MoD:n hankkeet, joissa on käytetty Acquisi-
tion-menetelmää menestyksellisesti v. 2002, oli-
vat mm. Advance Short Range Air–to–Air Missile
ja Combat Support Vechicles.
Osa 10 – Viitteet
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11 Vaihe 2, yhteenvetoTyön toisessa vaiheessa on täydennetty ensim-
mäisen vaiheen selvitystä ja tietoa järjestelmä-
vaatimusten määrittelytavoista, standardeista
sekä lähestymistavoista ja käytännöistä.
Järjestelmävaatimusten määrittelyyn käytet-
tävillä, raportissa esitellyillä menettelyillä saa-
daan laadittua tai parannettua kattavat ja laa-
dukkaat vaatimusmäärittelyt, joita voidaan käyt-
tää järjestelmän tarjouspyyntödokumenteissa tai
suunnittelun ja toteutuksen pohjana. Menette-
lyistä voidaan valita tarpeen mukaan tilantee-
seen sopivat menettelyt. Toiminnallinen ja ske-
naarioanalyysi sekä Out–of–range-analyysi ovat
erityisesti sopivia turvallisuuteen liittyvien vaati-
musten tunnistamisessa.
Useimmissa turvallisuuteen liittyvissä stan-
dardeissa on vaatimushallintanäkökulma jollain
tavalla ”sisäänrakennettuna” tehtävien muodos-
sa, vaikkakaan ei prosessin muodossa. Suurim-
massa osassa standardeja vaatimushallintapro-
sessista puuttuu alkupään sidosryhmävaatimus-
ten määrittelyvaihe sekä vaatimusten jäljitettä-
vyyden ja muutosten hallinta. Kattavimmin vaa-
timushallintaprosessi on esitetty tarkastelussa
varsinaisten ”turvallisuusstandardien” ulkopuoli-
sissa CMMI- ja ISO 15504-standardeissa.
Vaatimushallinnan lähestymistavoista on ku-
vattu tavoite- ja näkökulmapohjaista sekä muo-
dollisia ja oliopohjaisia määrittelytapoja.
Tavoitepohjainen lähestymistapa sopii hyvin
mm. turvallisuuskriittisten järjestelmien vaati-
musmäärittelyn ”esivaiheeksi”, jonka jälkeen var-
sinainen vaatimusmäärittely voidaan tehdä muil-
la menetelmillä. Sen avulla saadaan kattavat
vaatimusmäärittelyt, ja sitä voidaan käyttää54myös vaatimusdokumentin strukturointiin. Tavoi-
temallia voidaan käyttää myös todentamisen ja
kelpuutuksen apuvälineenä.
Näkökulmapohjainen lähestymistapa varmis-
taa kattavien vaatimusmäärittelyiden aikaansaa-
misen. Raportissa esitetty spiraalimallia noudat-
tava PREview-menetelmä on joustavasti sovitet-
tavissa organisaatioiden käytäntöihin. Menetel-
mä nostaa esiin piilevät näkökulmat ja varmistaa
niihin liittyvien vaatimusten esille saannin. Me-
netelmää on sovellettu myös turvallisuuskriitti-
siin järjestelmiin hyvin tuloksin.
Muodolliset kuvaustavat ovat yleistymässä eri-
tyisesti turvallisuuskriittisissä sovelluksissa, kos-
ka niiden avulla saadaan aikaan korkealaatuisia
vaatimusmäärittelyitä. Lisäksi niiden yhteydessä
voidaan käyttää automaattista oikeaksi todista-
mista ohjelmistojen todentamisen ja kelpuutuk-
sen yhteydessä. Ohjelmistojen luotettavuutta voi-
daan parantaa jo sillä, että osa ohjelmistosta
määritellään muodollisella menetelmällä ja to-
dennetaan se. Haittapuolena menetelmien käyt-
töön on sen vaatima aika ja erityisosaaminen.
Työkalujen kehittyessä menetelmien käyttö on
lisääntymässä.
Oliopohjainen lähestymistapa pohjautuu olioi-
hin, joiden ominaisuuksien avulla järjestelmä
määritellään ja mallinnetaan. Erityistä turvalli-
suusaspektia menetelmälle ei ole esitetty.
Muista käytännön sovelluksista on esitetty
NASAn vaatimushallintaprosessi, Iso-Britannian
rautatiemodernisointiprojektissa käytetty vaati-
mushallinkonsepti sekä Iso-Britannian puolustus-
ministeriön ”älykäs” hankintaprosessi.
