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Diplomsko delo opisuje širokopasovni komunikacijski sistem za javno varnost, 
ki je osnovan na tehnologijah četrte generacije mobilnih sistemov. 
V prvem delu so opisane obstoječe ozkopasovne komunikacijske tehnologije, 
ki se uporabljajo za potrebe javne varnosti. Te tehnologije so TETRA, DMR, 
TETRAPOL in P25. Nato so podane zahteve, ki jih določajo standardi s področja 
javne varnosti, ter opis omrežja FirstNet. Temu sledi podrobnejši opis mobilnega 
sistema LTE/EPC, kjer so opisani elementi omrežja, koncept mobilnost med sistemi 
3GPP, mobilnost med celicami in baznimi postajami, varnostne razširitve sistema, 
metode za zagotavljanje kvalitete storitev, mehanizmi za virtualizacija sistemskih 
virov MVNO in APN, pregled standardov s področja javne varnosti ter razširjene 
funkcionalnosti (P2T, DMO, relejna postaja) širokopasovnega sistema za potrebe 
javne varnosti. V zadnjem delu naloge, so podane možnosti, za realizacijo sistema 
BB-PPDR, preko tehnologije LTE/EPC. Opisan je koncept poslovnega APN, 
koncept MVNO in nacionalnega gostovanja, deljenega radijskega omrežja LTE in 
realizacija omrežja na osnovi namenskega sistema LTE/EPC. 
V praktičnem delu, so bile opravljene meritve obstoječega komercialnega 
omrežja. Meritve so bile izvedene v primestnem okolju. Zajemale so naslednje 
parametre: čas potreben za prehod terminala v stanje aktivnosti, obhodni čas prenosa 
paketov, dosežene prenosne hitrosti, oddajno moč terminala in jakost sprejetega 
signala. Odzivnostne in zmogljivostne karakteristike komercialnega mobilnega 
omrežja, so prikazane v histogramih in grafih CDF ter tabelah z glavnimi 
vrednostmi. Rezultati nam služijo za oceno potencialne kapacitete in zmogljivosti 
komunikacijska omrežja za potrebe javne varnosti, realiziranega na osnovi mobilnih 
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The thesis describes the broadband communication system for public safety, 
which is based on fourth generation  mobile technologies. 
The first part describes the existing narrowband technologies that are used for 
public safety. These technologies are TETRA, TETRAPOL, DMR and P25. After 
that are described the concepts and requirements set by standards and the network 
FirstNet. This is followed by a more detailed description of the LTE/EPC systems, 
which incluede the network elements, the concept of mobility between 3GPP 
systems, mobility between cells and base station, security extensions of system, 
methods to ensure the quality of service, mechanisms for virtualization of system 
resources MVNO and APN, inspection standards in the field of public security and 
extended functionality (P2T, DMO, Relay Station) of a broadband system for needs 
of public safety. Finally part of the teoretical section represents a various concepts 
for the realization of the system BB PPDR over LTE/EPC. Described concepts are 
Non-Mission Critical Interworking with Commercial Mobile Radio Networks, Partly 
Mission Critical Roaming with Commercial Mobile Radio Networks, RAN Sharing 
Scenario and the realization based on Dedicated System LTE/EPC. 
For the practical part of thesis, measuerements were made of the existing 
commercial networks. They were carried out in a suburban enviroment. They 
included the following parametrs: the time required for the passage of the terminal 
into a state of activity, round trip time of packages, achieved transfer speeds, the 
transmission power of terminal and the power of the received signal. The 
responsiveness and performance of the commercial network is shown in histograms 
and CDF graphs and tables of key values. The results serve to assess the potential 
 
 
capacity and performance of the communications networks for the purpose of public 
safety, realized on the basis of the fourth generation mobile technologies. 
 
Key words: Public Safety, Broadband Public Protection and Disaster Relief, 






Dandanes so potrebe po varnosti in reševanju še večje, kot so bile nekoč, v prvi 
vrsti zaradi samega naraščaja človeške populacije ter množice novih varnostnih 
groženj, ki so lahko posledica naravnih sprememb okolja ali človeškega izvora. S 
človeškim napredkom so se sorazmerno razvijale tudi tehnologije, nekatere se nam 
danes zdijo samoumevne, a je za njihov razvoj in praktično uporabo bilo potrebno 
vložiti veliko truda. Obstoječe tehnologije se nekaj časa dograjujejo, z razvojem 
novih metod in postopkov pa postajajo vse dražje za vzdrževanje in nadgrajevanje, 
zato se počasi zamenjajo z novejšimi. Nove v praksi še nepreizkušene tehnologije, ki 
trenutno še niso pripravljene za obsežne postavitve, pa lahko predstavljajo veliko 
neznank v primeru operativne uporabe. Profesionalne službe za zaščito in reševanje 
pred naravnimi nesrečami in človeškimi dejavniki uporabljajo za medsebojno 
komunikacijo omrežne sisteme za javno zaščito in reševanje (angl. PPDR – Public 
Protection Disaster Relief). Sistem je praviloma voden s strani organizacij ali 
agencij, ki so v domeni države. Sektor PPDR je v večini držav tesno povezan z 
javnim sektorjem, bodisi neposredno kot del vladne strukture ali funkcije, ki se 
izvaja pod strogim nadzorom. Države trenutno uporabljajo različne tehnologije za 
katere se odločijo na podlagi svojih zahtev, metodologije in predvidenih stroškov. 
Današnji sistemi za profesionalne komunikacije so ozkopasovni in so praviloma 
optimizirani za govorne komunikacije, ki se zagotavljajo na osnovi posebnih 
namenskih terminalov in funkcionalnosti. Za sisteme PPDR je značilno, da je 
zahtevana zelo visoka pokritost države s signalom. V domeni sistemov PPDR se 
lahko uporabljajo tehnologije prizemnega snopovnega radia (angl. TETRA -  
Terrestrial Trunked Radio), Tetrapol, digitalnega mobilnega radijskega sistema (angl. 
DMR – Digital Mobile Radio), radio zelo visokih frekvenc (angl. VHF Radio– Very 
High Frequency Radio), radijo ultra visokih frekvenc (angl. UHF Radio – Ultra High 
Frequency Radio) in projekt 25 (angl. P25 – Project 25). Profesionalni sistem, ki se 
uporablja v Združenih Državah Amerike je P25, ostale tehnologije so razširjene po 
Evropi, v Aziji pa uporabljajo sistem Tetrapol. Pri nas v Sloveniji, se trenutno 




radijskega sistema. Policija uporablja sistem TETRA, sistem DMR pa uporabljajo 
uporabniki sistema za zaščito in reševanje (npr. gasilci in reševalne službe).  
TETRA je odprt standard, ki je bil razvit s strani evropskega inštituta za 
telekomunikacijske standarde (angl. ETSI – European Telecommunications 
Standards Institute). Za potrebe komuniciranja se uporablja časovni sodostop (angl. 
TDMA – Time Division Multiple Access). TDMA omogoča najvišjo pasovno širino 
z združitvijo štirih govornih kanalov znotraj posameznega 25 kHz podatkovnega 
kanala. To pomeni, da je 25 kHz podatkovni kanal sestavljen iz štirih časovnih rezin. 
Naprave delujejo v VHF/UHF in 800 MHz frekvenčnem pasu. Omogočena je 
izmenjava kratkih podatkovnih sporočil (angl. SDS – Short Data Service), statusnih 
sporočil ter paketnih sporočil (primer: angl. MMS – Multimedia Messaging Service). 
Najvišja prenosna hitrost je dosežena pri 28.8 kbit/s, z najmanjšim nivojem detekcije 
napak.  
TETRAPOL je ozkopasovna tehnologija, ki je bila razvita s strani francoskega 
podjetja MATRA v 80-letih prejšnjega stoletja. Danes se razvija v okviru francoske 
industrijske skupine imenovane Airbus Defence and Space. Za promocijo same 
tehnologije je bil ustvarjen forum TETRAPOL na katerem so dostopne specifikacije 
tehnologije za proizvajalce in druge uporabnike, ki želijo razviti produkte in rešitve 
za omrežje TETRAPOL. Tehnologija temelji na frekvenčnem sodostopu (angl. 
FDMA – Frequency Division Multiple Access) z 12.5 kHz razmikom nosilca, ki 
podpira en govorni kanal na nosilec. Ta nastavitev prinaša prednosti v smislu 
pokritosti v primerjavi s sistemi TETRA, vendar na račun nižje spektralne 
učinkovitosti. Druga pomembna značilnost je možnost razpršenega oddajanja (angl. 
broadcast). Zmogljivosti podatkovnih prenosov so v primerjavi s TETRA bolj 
omejene (< 8k bit/s). Velika javna varnostna omrežja (angl. PS - Public Security), 
osnovana na tej tehnologiji, se danes uporabljajo v državah kot so: Francija, Španija, 
Slovaška in Švica.  
Standard DMR je bil ravno tako, kot TETRA razvit s strani ETSI. Standard je 
bil sprejet leta 2005. Cilj je bil razviti cenovno ugoden in enostavnejši digitalni 
sistem v primerjavi s TETRA, ki zadosti potrebam številnih uporabnikov tehnologij 
profesionalnega mobilnega radia (angl. PMR – Professional Mobile Radio). 




zvoka in ostalih dodatnih stvari lahko poteka po širokem frekvenčnem področju, ki 
sega od 66 MHz do 960 MHz, s širino kanala 12.5 kHz. Oprema DMR je namenjena 
za profesionalno in komercialno uporabo. Glede na delovanje poznamo licenčni 
konvencionalni način delovanja (Stopnja 1 in Stopnja 2), ter licenčni snopovni način 
delovanja (Stopnja 3). Stopnja 1 je namenjena predvsem za ne-licenčno uporabo v 
frekvenčnem pasu 446 MHz. Naprave so namenjene za osebno, rekreativno uporabo, 
ki ne zahteva velike pokritosti površja. Tehnologija temelji na frekvenčnem 
sodostopu. Stopnja 2 podpira delovanje licenciranih konvencionalnih radijskih 
sistemov, mobilnih terminalov in ostalih ročno prenosljivih naprav v frekvenčnem 
območju od 66-960 MHz. Ta standard je namenjen uporabnikom, ki potrebujejo 
večjo spektralno učinkovitost, naprednejše govorne funkcije in podatkovne storitve 
na osnovi internetnega protokola (angl. IP – Internet Protocol). Stopnja 2 temelji na 
časovnem sodostopu,  kar ji omogočata dva logična kanala znotraj 12,5 kHz 
fizičnega kanala. To pomeni podvojitev zmogljivosti sistema, ki se doseže na podlagi 
časovne sinhronizacije in znižanje stroškov. Stopnja 3 omogoča izmenjavo zvoka, 
kratkih sporočil, določenih znakov, ki opisujejo statusna sporočila ter paketni prenos 
podatkov vključno s podporo za internetni protokol verzije 4 (angl. IPv4 – Internet 
Protocol Version 4) in internetni protokol verzije 6 (angl. IPv6 - Internet Protocol 
Version 6). Temelji na tehnologiji TDMA z možnostjo dveh logičnih kanalov znotraj 
12,5 kHz fizičnega kanala. Prenosna hitrost podatkov je do 8 kbit/s. 
P25 je standard za digitalne radijske komunikacije, ki je bil razvit v Združenih 
Državah Amerike pod okriljem Združenja telekomunikacjiskih industrij (angl. TIA - 
Telecommunications Industry Association. Ustvarjen je bil, za zamenjavo starih 
analognih sistemov. Skupina Project 25 Technology Interest Group je bila ustvarjena 
za promoviranje tehnologije in ozaveščanje morebitnih uporabnikov o prednostih, ki 
jih ta standard prinaša. Naprave delujejo v VHF, UHF, 700, 800 in 900 MHz 
frekvenčnem področju. Začetna specifikacija, torej P25 Faza 1 (angl. P25 Phase 1) 
omogoča delovanje radijskega sistema v 12.5 kHz analognem, digitalnem ali 
mešanem načinu z uporabo metode dostopa FDMA. Prav tako vključuje možnost 
združljivosti naprav različnih proizvajalcev. Za snopovni sistem (angl. trunkig 




P25 Faza 2 (angl. P25 Phase 2). Slednje pripomore k boljši spektralni učinkovitosti. 
Hitrost digitalnega prenosa podatkov in zvoka znaša 9.6 kbit/s.  
Glavne pomanjkljivosti današnjih ozkopasovnih sistemov PPDR (angl. NB - 
Narrowband) so:  
 majhna zmogljivosti omrežij, zato ob večjih nesrečah lahko hitro pride 
do preobremenitev omrežja – današnji sistemi so narejeni za 
vsakodnevne omejene situacije;  
 pomanjkanje združljivosti – raznolikosti med  tehnologijami, ki jih 
organizacije PPDR uporabljajo zavirajo sodelovanje med različnimi 
profesionalnimi službami;  
 pomanjkanje podpore za širokopasovni podatkovni prenos v smislu 
funkcionalnosti in zmogljivosti. Primer, prenos zemljevidov/tlorisov v 
visoki ločljivosti v realnem času..  
Rešitev za odpravo pomanjkljivosti, predstavlja uporaba širokopasovnega 
sistema PPDR, realiziranega na osnovi mobilnih tehnologij četrte generacije (angl. 
BB PPDR over LTE/EPC – Broadband PPDR over Long Term Evolution/Evolved 
Packet Core). Uporaba ekosistema LTE/EPC omogoča večje prenosne zmogljivosti, 
napredne varnostne in virtualizacijske omrežne funkcije, večji nabor terminalne 
opreme, izrabo prednosti ekonomije obsega, kar zmanjšuje operativne stroške in niža 
cene terminalne opreme, gostovanje uporabnikov v tujini, podporo novim storitvam 
realiziranih na tehnologiji IP. Izvedba sistemov BB PPDR na osnovi LTE/EPC je 





2 Sodoben komunikacijski sistem za potrebe javne varnosti 
2.1 Standardizacija 
Za potrebe pravilnega razumevanja pojmov in uporabe posameznih tehnologij, 
so napisani, za to potrebni standardi. Standard predstavlja končno usklajeno 
specifikacijo številnih organizacij, ki omogoča mednarodno združljivost. Aktualni 
standardi za BB PPDR so: ECC Report 199 (zahteve za BB PPDR), ECC Report 218 
(potencialni frekvenčni pasovi za harmonizacijo BB PPDR sistema) in ECC Decision 
16(02) (tehnični pogoji in frekvenčni pasovi za implementacijo BB PPDR) ter 
tehnične specifikacije 3GPP, ki opredeljujejo razšeritve mobilne tehnologije četrte 
generacije, za potrebe javne varnosti. 
 
 
2.1.1 Definicije pojmov 
PPDR predstavlja generičen pojem, za radijsko omrežje za potrebe javne 
varnosti (angl. PP – Public protection radiocommunication) in radijsko omrežje za 
pomoč ob nesrečah (angl. DR - Disaster relief radiocommunication). Definiciji obeh 
kratic sta sledeči: 
 PP radiokomunikacije: so radijske zveze uporabljene s strani agencij in 
organizacij za vzdrževanje javnega reda in miru, varovanje življenj in 
premoženja, ter za komuniciranje v izrednih razmerah. 
 DR radiokomunikacije: so radijske zveze, ki jih agencije in organizacije 
uporabljajo za varovanje človeških življenj, premoženj in okolja pred 
naravnimi katastrofami, nesrečami ali nevarnostmi, ki jih povzroči človek. 
 
BB (angl. BroadBand) se nanaša na tehnologije, ki predstavljajo novo raven 
funkcionalnosti in prenosnih zmogljivosti, kot je prenos videa v visoki ločljivosti v 
realnem času. Širokopasovne aplikacije zagotavljajo prenos podatkov, zvoka, videa s 





Kritične situacije (angl. mission critical situations) so dogodki, kjer so 
ogrožena življenja in pri čemer si organizacije PPDR, ne smejo privoščiti napak v 
sami komunikaciji, saj te igrajo ključno vlogo za uspešno reševanje. 
 
Ne-kritične situacije (angl. non mission critical situations) so dogodki, kjer ni 
ogroženo človekovo življenje in časovna odzivnost in razpoložljivost 
komunikacijskega omrežja ni tako pomembna kot pri kritičnih razmerah. 
 
Vsakodnevne operacije (angl. day to day operations) ali krajše PP1 obsegajo 
rutinske naloge, ki jih organizacije PPDR izvajajo v okviru svojih pristojnosti. 
Tipično, se te operacije izvajajo znotraj državnih meja. Situacije so lahko kritične ali 
ne-kritične. Primer, takih situacij je prometna nesreča. 
 
Večji dogodki ali krajše PP2 (angl. large emergency and/or public events), so 
lahko planirani ali ne-planirani dogodki. Planiran dogodek je npr.: Mednarodno 
politično srečanje, kjer je potrebna dodatna priprava enot PPDR. Ne-planiran 
dogodek je npr.: požar večjega skladišča, kjer je potrebna ad-hoc aktivacija in 
koordinacija dodatnih enot in zmogljivosti. Običajno gre za kritične situacije. 
 
Katastrofe (angl. disasters) so dogodki do katerih je prišlo zaradi naravne ali 
človeške dejavnosti. Primer naravnih nesreč so poplave, potresi, viharji itn. Primer 
kritičnih razmer, ki so posledica človeške dejavnosti je teroristični napad. V takih 
situacijah je velikokrat potrebna pomoč enot PPDR in tehničnih zmogljivosti iz 
tujine. [2] 
 
2.1.2 Harmonizacijo storitev javne varnosti v Evropi 
Pas 700 MHz se nahaja v področju od 694-790 MHz in je glavni kandidat za 
mobilni BB PPDR po vsej Evropi. Veliko držav vidi uporabo tega pasu na nacionalni 
ravni za namensko, komercialno ali hibridno omrežje, ki bi zagotavljalo storitve BB 
PPDR. Trenutno je pas namenjen za uporabo prizemne televizije in brezžičnih 




pasu večji, saj bo potrebna postavitev dodatnih baznih postaj in opreme. Odbor za 
elektronske komunikacije (angl. ECC - Electronic Communications Committe) je v 
dokumentu ECC/DEC/(15)01 določil MFCN pas (angl. mobile/fixed 
communications networks band plan). MFCN povezava navzgor (angl. uplink-UL) 
se nahaja v frekvenčnem področju 703-733 MHz, MFCN povezava navzdol (angl. 
downlink-DL) pa v frekvenčnem področju 758-788 MHz. MFCN UL in MFCN DL 
predstavljata parni del spektra. Neparni del spektra je suplementarna povezava 
navzdol (SDL – supplemental downlink) z možnostjo uporabe do štirih blokov po 5 
MHz (738-758 MHz). Število uporabljenih blokov se določi na nacionalni ravni, sam 
način pa omogoča fleksibilnost pri uporabi dodatnih opcij kot so PMSE (angl. 
Programme Making and Special Events), M2M (angl. Machine to Machine) in 
PPDR. Dodatni spekter za SDL zagotavlja hitrejši prenos podatkov in omogoča večje 
število uporabnikov mobilnih oziroma brezžičnih prenosnih naprav. Da v 
frekvenčnem pasu ne bi prihajalo do motenj med frekvencami, se zato uporabljajo 
zaščitni pasovi (angl. guard band) oziroma vrzeli (angl. gap). Opcija A za PPDR 
povezavo navzgor in navzdol uporablja frekvenčno področje 703-713/758-768 MHz, 
opcija B je kombinacija opcije C (2x5 MHz v področju 698-703/753-758 MHz) in 
opcije D (2x3 MHz v področju 733-736/788-791 MHz), opcija F pa je kombinacija 
opcije A (kjer je velikost enega bloka 5 MHz, torej 2x5 MHz) in opcije C. Zgoraj 






Slika 1: Opcije v pasu 700 MHz za implementacijo sistemov BB-PPDR, vir [3] 
 
 Pas 400 MHz ne omogoča uporabe 2 x 10 MHz za BB PPDR, zato se ta pas 
smatra kot dopolnilo k prvi možnosti (pas 700 MHz). To frekvenčno področje ima 
zelo dobre propagacijske lastnosti, kar pomeni da bi za pokrivanje določenega 
ozemlja potrebovali manj baznih postaj kot v primeru uporabe pasu 700 MHz. Za 
uporabo širokopasovnih storitev PPDR je mišljeno frekvenčno področje 410-430 
MHz in 450 – 470 MHz s širino kanala 1.4, 3 ali 5 MHz. Trenutno je večina tega 
pasu namenjena uporabi za ozkopasovni in digitalni PMR ali PAMR (angl. Public 
Access Mobile Radio). Zaradi velike zasedenosti pasu se večina držav nagiba k 
uporabi frekvenčnega področja 450 – 470 MHz (Nemčija in Francija po letu 2020). 
Partnerski projekt za 3. generacijo (angl. 3 GPP – Third Generation Partnership 
Project) je že sprejel odlok za uporabo tehnologije LTE v pasu 452.5 – 457.5 MHz 
(UL) v paru z 462.5 – 467.5 MHz (DL), ki je določen kot pas 31 (angl. Band 31) in 
običajno znan kot LTE 450 MHz. Kot primer dobre učinkovitosti pasu 450 MHz za 
namensko omrežje, je teoretični izračun, ki prikazuje, da bi za pokrivanje celotnega 






Slika 2: Opcije v pasu 400 MHz za BB-PPDR, vir [4] 
Spodnji in zgornji del pasu 400 MHz prikazuje frekvenčo območje delovanja (angl. 
tuning range) oddajnika oziroma sprejemnika. Poleg tega pa so v zgornjem delu 
dodani zaščitni pasovi, v primeru da je kanal 21 zaseden z digitalno prizemno 
televizijo (angl. DTT – Digital Terrestrial Television). 
2.2 Zahteve za sodoben širokopasoven komunikacijski sistem 
Splošne zahteve za BB-PPDR definirane v dokumentu [1] so: 
 
- Zmogljivost storitev in učinkovitost. Glavne funkcije, ki jih mora sistem 
omogočati za glasovne komunikacije so sledeče: pritisni in govori (angl. P2T - push 
to talk), skupinski klici (angl. GC - group calls), in neposredna komunikacija med 
terminaloma (angl. DMO - direct mode operation). Potrebna je hitra vzpostavitev 
klica (<300 ms) z »end to end« zakasnitvijo zvoka do 200 ms. Pri podatkovnih 
komunikacijah morajo biti zagotovljene možnosti avtomatskega lociranja vozil, 




dodeljevanja številk, avtorizacije klica s strani dispečerja, poznejšega vstopa v 
skupinski komunikaciji itn. Naprava mora večino teh funkcij podpirati tudi, ko je 
uporabnik v gibanju ter zaradi možnih motenj v okolju zagotavljati visok nivo jakosti 
zvoka. Naprava mora biti robustna in imeti dolgo življenjsko dobo baterije. Poleg 
naštetih zahtev za opremo je glavni izziv za proizvajalce opreme, da zagotovijo 
delovanje opreme v »dual-mode« načinu, kar pomeni, da naprava lahko deluje v 
širokopasovnem omrežju LTE in v ozkopasovnem omrežju PPDR. 
  
- Strog nadzor komunikacij. Možnost dinamičnega usklajevanja in nadzora 
komunikacijskih kanalov med dispečerjem in ekipami na terenu. V različnih 
situacijah je potreba po dodeljevanju prioritetnih razredov med ekipami na terenu, 
kar pomeni, da ima klic v sili prednost (angl. pre-emptive emergency call) pred 
ostalimi klici. 
 
- Varnost. Za učinkovite in zanesljive komunikacije ter varno delovanje 
znotraj in med organizacijami PPDR je zahtevan visok nivo varnosti. Varnostne 
zahteve zajemajo potrebo po avtentikaciji uporabnika/omrežja in v nekaterih 
primerih celo enkripcijo od začetka do konca (angl. end to end encryption) med 
končnimi terminali. 
 
- Pokritost in razpoložljivost. Zahtevana je 24ur/dan, 365dni/leto. Za 
povečanje zmogljivosti sistema se lahko v času incidenta uporabi funkcijo direktnega 
načina (angl. direct mode), kar poveča pokritost lokalnih področij. Zanesljiva 
pokritost s signalom je zahtevana znotraj stavb, tunelov in na prostem. Primer 
določitve pokritosti je 99.5% pokritost  za območja na prostem in 65% ali več za 
pokritost znotraj stavb. 
- Kapaciteta. Značilno je, da ima sistem PPDR zelo nizek nivo blokiranih 
klicev, ta ob predpostavki najhujšega scenarija dosega vrednost pod 1%. Zmogljivost 
sistema mora biti dovolj fleksibilna za delovanje, tudi ko je presežen nivo 
pričakovanega prometa. Za povečanje kapacitet se uporabijo dodatni hrbtenični 





- Visok nivo razpoložljivosti storitev. Omrežje mora biti razpoložljivo 
najmanj 99.99 % časa, to je manj kot 50 minut na leto ne-planiranih izpadov 
omrežja.  
 
- Nastavitev sistema. Hitra in dinamična obnovitev sistema. Zelo koristno je 
programiranje preko zraka (angl. over the air programming), ki omogoča nastavitev 
in programsko posodobitev uporabniške terminalne opreme. 
 
- Združljivost. Osnovni nivo združljivosti predstavlja komunikacija med 
dvema uporabnikoma PPDR iz različnih organizacij, medtem ko višji nivo 
združljivosti predstavlja sodelovanje med različnimi nacionalnimi profesionalnimi 
službami. Primer združljivosti v tehničnem smislu je uporaba istih frekvenc in 
opreme. 
 
- Zmožnost gostovanja na javnih omrežjih. Gostovanje uporabnikov PPDR 
na komercialnih omrežjih, kadar je omrežje za zaščito in reševanje preobremenjeno. 
Reševalci gostujejo s svojimi terminali na komercialnem omrežju, kar jim omogoča 
izvajanje obstoječih komercialnih in namenskih storitev.  
 
- Razpoložljiva pasovna širina. Vsaj 2x10 MHz spektra za podatkovne 
komunikacije v pasu 700 MHz. (izračun določen v ECC Report 199). 
 
- Podpora za komunikacije zrak-zemlja-zrak (angl. AGA – Air Ground 
Air). Primer komunikacije AGA je komunikacija med pilotom helikopterja in 





Slika 3: Medsebojna odvisnost med stopnjo varnosti in zahtevanimi prenosnimi 
zmogljivostmi, vir [5] 
2.3 FirstNet – Primer širokopasovnega omrežja za potrebe javne 
varnosti  
First Responder Network Authority (FirstNet) je ime za nacionalno brezžično  
širokopasovno omrežje za javno varnost v Združenih državah Amerike, ki temelji na 
tehnologiji LTE/EPC. Zamisel po izboljšanju omrežja za javno zaščito se je začela 
porajati po terorističnem napadu, ki se je zgodil 11. 9. 2001. Ena izmed glavnih 
pomanjkljivosti takrat delujočega omrežja je bilo zagotavljanje združljivosti 
komunikacij med različnimi organizacijami PPDR. Februarja 2012 je US Congress 
izdal akt, s čimer je začela veljati določitev o izgradnji nacionalnega 
širokopasovnega omrežja za javno varnost (angl. NPSBN - Nationwide Public Safety 
Broadband Network). US Congress je vložil 7 milijard dolarjev in dodelil 20 MHz 
frekvenčnega spektra (Slika 4) za izgradnjo omrežja BB-PPDR. Pas za prenos v 
smeri DL se nahaja v frekvenčnem področju 758-768 MHz, pas za prenos v smeri 
UL pa v frekvenčnem področju 788-798 MHz. Med pasom za BB in NB je zaščitni 
pas velikosti 1 MHz, ki preprečuje nastajanje motenj. V pasu 14 (angl. Band 14) je 
dovoljena uporaba uporabniške opreme z močjo razreda 1 (angl. Class 1), kar 
pomeni, da je lahko maksimalna oddajna moč uporabniške opreme 31 dBm. Ta 
vrednost je za 8 dBm večja od  prvotno dovoljene oddajne moči razreda 3 (angl. 




omrežjih PPDR pripomore k boljši pokritosti ozemlja, predvsem v ruralnih 
območjih. Analiza FirstNet-a s strani ameriškega nacionalnega inštituta za standard 
in tehnologijo (angl. US NIST - National Institute of Standards and Technology) je 
pokazala, da bi bilo z uporabo  širokopasovnega pasu LTE 750 MHz, potrebno 
38.000 baznih postaj za 95 % pokrivanje ameriškega prebivalstva. Z uporabo 
uporabniške opreme z razredom 1 se število baznih postaj zmanjša na 34 000 
(omrežje s številom baznih postaj preko 35.000 ni finančno vzdržno) [vir 1, 5].  
  
 
Slika 4: Frekvenčni pas za Band Class 14, vir [6] 
 
Organizacijo FirstNet sestavlja 15 članov. Svoj sedež je organizacija ustanovila v 
Virginiji in Coloradu. Organizacija FirstNet je začela projekt »Early Builder Project« 
v naslednjih zveznih državah, kot so: Colorado (Adams County), New Jersey, New 
Mexico, Texas (Harris County) in California (Los Angeles). Ta projekt je neke vrste 
test pred izgradnjo celotnega nacionalnega širokopasovnega omrežja za javno 
zaščito. Trenutno je organizacija FirstNet v fazi posvetovanja s posameznimi 
državami in je v postopku izbire zasebnega partnerja, ki bo zadolžen za izgradnjo in 
delovanje omrežja. Izbira partnerja naj bi bila končana do novembra 2016. Nato bo 
organizacija skupaj z zasebnim partnerjem ustvarila načrt za vsako zvezno državo in 
ga predstavila guvernerju države. Po odobritvi s strani države se začne postopek 
implementacije omrežja, ki naj bi se pričel v začetku leta 2018. Kdaj bo celotno 
omrežje dokončno implementirano, ni določeno. Omrežje bo omogočalo kritične 
storitve (angl. mission-critical services), visoke podatkovne prenosne hitrosti, 
govorno komunikacijo preko LTE (angl. VoLTE - Voice over LTE), ki se lahko 




lahko sprejemali in pošiljali podatke, slike, video, tekst in uporabljali glasovne 
aplikacije. [7] 
 
Za izgradnjo nacionalnega omrežja mora vsaka država imeti radijsko mobilno 
dostopovno omrežje (angl. RAN - Radio Access Network), preko katerega se poveže 
na jedro omrežja FirstNet. Glede na zahteve, ki so zapisane v aktu se mora 
organizacija FirstNet posvetovati z državami, lokalnimi skupnostmi in ostalimi 
deležniki za določitev zahtev za izgradnjo omrežja RAN. Vsaka država se odloči 
med dvema opcijama, ki sta: 1) izgradnja omrežja RAN s strani FirstNet in 2) država 
zgradi svoje lastno omrežje RAN (Slika 5).  
 
 
Slika 5:  Nacionalni in regionalni pristop, vir [8] 
 
Pri izbiri opcije 1 je ponudnik omrežja odgovoren za: 
- jedro omrežja (angl. Core Network), 
- aplikacijski ekosistem (angl. applications ecosystem), 
- RAN, 
- sporazum o zakupu/najemu (angl. CLA - Covered Leasing Agreement), 
- satelitske zveze, 
- naprave, 
- sprejem naročnikov (angl. subscriber adoption), 






Pri opciji 2 je država odgovorna za RAN in CLA. Tudi, če se država odloči za opcijo 
2 in dobi soglasje s strani Zvezne komisije za komunikacije (angl. FCC - Federal 
Communications Commission) mora RAN omrežje biti povezano na jedro omrežja 
FirstNet in izpolnjevati njihove zahteve. Za pridobitev FCC soglasja mora država 
dokazati naslednje zmožnosti: 
- zagotovitev tehničnih zmogljivosti za upravljanje in financiranje omrežja 
RAN, 
- stalno povezljivost z omrežjem FirstNet, 
- dokončanje projekta v določenih rokih, 
- dokončati projekt stroškovno učinkovito, 
- zagotoviti varnost, pokrivanje in kvaliteto storitev (angl. Quality of 
Services) primerljivo z omrežjem FirstNet. [8] 
 
 
Proces po posamezni odločitvi prikazuje slika 6. 
 
 
Slika 6: Proces glede na odločitev (opcija 1 ali opcija 2), vir [9] 
 
FirstNet na splošno definira svoje omrežje LTE (Slika 7) kot skupek naslednjih 
različnih komponent in področij: CN, RAN, zaledni prenos (angl. transport 






Slika 7: Omrežje FirstNet, vir [10] 
Opis sestavnih delov omrežja FirstNet:  
Aplikacije olajšajo delo uslužbencem profesionalnih služb, kar pomeni lažje 
posredovanje informacij, souporaba podatkov. Bistveno je, da je aplikacija zanesljiva 
in enostavna za uporabo.  
 
Jedro omrežja ima šest primarnih funkcij: usmerjanje, procesiranje, preoblikovanje, 
shranjevanje in vzdrževanje ter varovanje podatkov. Jedro omrežja je povezano na 
RAN preko zaledne povezave. 
 
Zaledni prenos so povezave, ki omogočajo prenos uporabniškega prometa (govor, 
podatki, video, signalizacija) od baznih postaj do jedra omrežja. 
 
RAN omogoča, da je naprava povezana na jedro omrežja. Omrežje je sestavljeno iz 
baznih postaj na katera so povezane naprave. Na reševalnih področjih se uporabljajo 
tudi vozila z vgrajeno dostopovno točko (angl. Hotspot), ki so preko satelitske ali 





Naprave z njimi uporabniki pošiljajo in sprejemajo informacije preko omrežja. 
Tablice, pametni telefoni, prenosni računalniki, usb ključi, posebne naprave (npr: 
roboti) so del te množice.  
 
Operativni podporni sistem (angl. OSS - Operational Support System) je niz 
programov s katerimi ponudnik storitev spremlja, nadzoruje, analizira in upravlja 
storitve na svojem omrežju. 
 
Poslovni podporni sistem (angl. BSS - Business Support System) so komponente, ki 
jih ponudnik storitev uporablja za izvajanje svojih poslovnih aktivnosti na relaciji 
ponudnik-naročnik. Zaračunavanje, upravljanje naročnin, kontroliranje odnosov s 
strankami. 
 
Javno komutirano telefonsko omrežje (angl. PSTN - Public Switched Telephone 
Network) je izraz, ki se nanaša na vsa telefonska omrežja po vsem svetu.  
 
IP omrežje za storitve v sili (angl. ESI Net - Emergency Services IP Network) je 
komunikacijsko omrežje, ki temelji na internetnem protokolu in s tem omogoča 
sprejemanje in pošiljanje podatkov centru za obveščanje (angl. PSAP - Public Safety 
Answering Point). 
 
Omrežni operacijski center (angl. NOC - Network Operations Center) je mesto, 
kjer administrator upravlja, spremlja in nadzoruje omrežje.  
 
Varnostni operativni center (angl. SOC - Security Operations Center) sestavljajo 
skupine ljudi, ki skrbijo za kibernetsko varnost (zaščita strojne opreme, programske 
opreme, omrežij). 
  
IP zamenjava (angl. IPX - IP Exchange) je omrežje za izmenjavo prometa IP med 






3 Mobilne tehnologije četrte generacije 
Izraz LTE predstavlja evolucijo radijskega dostopovnega omrežja (RAN) v 
razvito univerzalno zemeljsko radijsko dostopovno omrežje (angl. E-UTRAN – 
Evolved Terrrestrial Radio Access Network) in evolucijo tehnologije radijskega 
dostopa (angl. RAT – Radio Access Technology) v razvito univerzalni zemeljski 
radijski dostop (angl. E-UTRA – Evolved Terrrestrial Radio Access). Tehnologija 
LTE je bila osnovana z namenom po doseganju večjih prenosnih hitrosti, povečanja 
spektralne učinkovitosti, manjših zakasnitev pri prenosu in večje fleksibilnosti pri 
samih frekvencah ter pasovnih širinah. Standard LTE je bil prvič uradno predstavljen 
v dokumentu Release 8 (leta 2008) s strani organizacije 3GPP. Tehnologija LTE 
predstavlja naslednji korak omrežij tretje generacije in ga označujemo kot skoraj 
četrta generacija (angl. 3.9 G – 3.9 Generation). Z razliko od predhodnih generacij 
mobilnih omrežij, ki so orientirana tokokrogovno ali tokokrogovno-paketno je 
omrežje LTE v celoti paketno orientirano. Omrežje je sestavljeno iz uporabniške 
opreme (angl. UE – User Equipment), radijskega dela omrežja E-UTRAN, ki ga 
običajno poimenujemo LTE in omrežnega jedra (angl. EPC – Evolved Packet Core). 
Komponenti E-UTRAN in EPC skupaj tvorita evolucijo paketnega sistema (angl. 
EPS – Evolved Packet System). Sistem EPS uporabniku zagotavlja dostop do 
paketno podatkovnega omrežja (angl. PDN – Packet Data Network), preko katerega 
lahko uporabnik dostopa do različnih storitvenih podsistemov, ki mu omogočajo 
brskanje po spletu, uporabo namenskih govornih storitev preko IP (angl. VoIP – 
Voice over IP). Usmerjanje prometa IP med prehodom (angl. Gateway) v omrežja 
PDN in do uporabniškega terminala UE poteka s pomočjo nosilcev EPS (angl. EPS 
bearers), ki predstavljajo tok paketov z definiranim QoS med prehodom P-GW in 
UE. Evolucija arhitekture sistema (angl. SAE – System Architecture Evolution) 






Slika 8: Osnovna arhitektura omrežja LTE, vir [11] 
 
Prenos podatkov v omrežju LTE poteka preko protokola IP. Za prenos podatkov od 
bazne postaje k terminalu (DL) se uporablja prenosna tehnika ortogonalnega 
frekvenčnega multipleksiranja (angl. OFDM – Orthogonal Frequency Division 
Multiplexing). Tej tehniki multipleksiranja pravimo ortogonalno frekvenčno deljen 
sodostop (angl. OFDMA – Orthogonal Frequency Division Multiple Access). 
Namesto širjenja enega signala preko celotne pasovne širine nosilca, se uporabi več 
ozkopasovnih nosilcev za prenos podatkov. Rezultat tega je izpolnjevanje zahtev 
standarda LTE (npr. večja spektralna učinkovitost in frekvenčna fleksibilnost). Za 
prenos podatkov od terminala k bazni postaji (UL) se uporablja prenosna tehnika 
enojnega nosilca - frekvenčno porazdeljenega sodostopa (angl. SC-FDMA – Single 
Carrier - Frequency Division Multiple Access). Pri SC-FDMA je znatnejšo boljše 
razmerje med vršno in povprečno močjo (angl. Peak to Average Power Ratio) signala 
kot pri OFDMA, torej razmerje je manjše in posledica tega je boljša pokritost, 
manjša poraba energije ter s tem daljša uporaba mobilne naprave. Na povezavi v 
smeri DL se z 20 MHz kanalom doseže prenosna hitrost do 360 Mbit/s, v UL pa do 
86 Mbit/s. [11] 
 
 
Uporabniška oprema (UE) s katero uporabnik dostopa do storitev omrežja 
LTE se deli na: 
 




Je sestavljena iz mobilnega terminala (angl. MT – Mobile Terminal) in 
terminalne opreme (angl. TE – Terminal Equipment). Terminal MT opravlja vse 
komunikacijske funkcije, TE pa predstavlja točko, kjer se podatkovni tokovi končajo. 
Primer: MT je vtična kartica LTE za prenosni računalnik, prenosni računalnik pa je 
TE. 
 
b) Univerzalna kartica integriranega vezja (angl. UICC – Universal Integrated 
Circuit Card) 
UICC je pametna kartica, ki se uporablja v mobilnih terminalih (pametni 
telefon), na osnovi katere se v sistemu zagotavlja avtentikacija uporabnikov in 
omrežja, ter storitevi integritete in zaupnosti. Pametni telefoni s podporo tehnologije 
LTE vsebujejo USIM (angl. Universal Subscriber Identity Module – univerzalni 
modul s podatki o naročniku). USIM služi za shranjevanje specifičnih uporabniških 
podatkov (telefonska številka, varnostni ključi itd.) in parametrov za identifikacijo 
uporabnika v mobilnem omrežje. [12] 
 
Slika 9: Notranja arhitektura uporabniške opreme, vir [12] 
 
3.1 Arhitektura mobilnega omrežja 
 
Dostopovno omrežje E-UTRAN je sestavljeno iz ene ali več baznih postaj 
(angl. eNB -  Evolved Node B), ki so med seboj lahko povezane preko vmesnika X2. 
Vmesnik X2 se uporablja za izmenjavo signalizacije in posredovanje paketov pri 
prehodu/predaji zveze (angl. HO - Handover) med dvema baznima postajama eNB. 




Z jedrom EPC je bazna postaja eNB povezana preko vmesnika S1-MME in 
vmesnika S1-U. E-UTRAN je odgovoren za vse radijske funkcije, ki jih na kratko 
povzamemo sledeče: 
 Upravljanje radijskih virov (angl. RRM – Radio Resource 
Management): vključuje funkcije povezane z upravljanjem radijskih 
nosilcev, kot so: nadzor nosilcev, nadzor radijskega sprejema, nadzor 
mobilnosti, razporejanje in dinamično dodeljevanje virov UE v obeh 
smereh (DL/UL). 
 Stiskanje glave paketa IP (angl. Header Compression): prispeva k 
učinkoviti uporabi radijskega vmesnika (prihranek pasovne širine). 
Primer uporabe je pri storitvah VoIP, kjer se prenese veliko število 
majhnih paketov, pri tem pa glave paketov IP predstavljajo velik del 
prenesenih podatkov, zato se jih pred prenosom stisne. 
 Varnost: vsi podatki in signalizacija, ki se prenašajo preko radijskega 
vmesnika so šifrirani in integritetno zaščiteni. 
 Povezava na EPC: se sestoji iz signalizacije proti entiteti upravljanja 
mobilnosti (angl MME – Mobility Management Entity) in poti nosilca 










Slika 10: Arhitektura E-UTRAN omrežja, vir [13] 
 
 
Omrežno jedro (EPC) z entiteto MME je predstavljeno na (Slika 11) 
Odgovorno je za kontrolo nad terminalom UE in za vzpostavljanjem nosilcev EPS. 
Glavna logična vozlišča v omrežju EPC so: 
 
 Entiteta za upravljanje mobilnosti (MME): je nadzorna enota, ki 
procesira signalizacijo med terminalom UE in jedrom EPC. Protokoli, 
ki se uporabljajo med mobilno napravo in omrežnim jedrom so znani 
kot protokoli ne-dostopovne plasti (angl. NAS – Non Access Stratum). 
Glavni funkciji, ki jih ponuja MME, sta upravljanje z nosilci, proces 
avtentikacije in avtorizacije, upravljanje s funkcijo mobilnosti in 
upravljanje s povezavami EPS. 
 Strežniški prehod (S-GW): vsi uporabniški paketi IP so preneseni preko 




mobilnostjo, ko uporabnik prehaja iz ene bazne postaje eNB na drugo. 
Poleg tega prehod S-GW omogoča medsebojno delovanje z ostalimi  
dostopovnimi tehnologijami 3GPP (GSM/EDGE in UMTS/HSPA) in 
izvajanje administrativnih funkcij v gostujočem omrežju, kot so 
zbiranje podatkov (količina poslanih in sprejetih podatkov) za 
zaračunavanje storitev posameznemu uporabniku. Terminal UE je 
lahko sočasno povezan samo na en prehod S-GW. 
 Prehod PDN (angl. P-GW – PDN Gateway): je odgovoren za 
dodeljevanje naslovov IP mobilnim napravam. Pri povezavi navzdol 
filtrira in posreduje uporabniške pakete IP po nosilcih, glede na 
zahtevan nivo QoS. Filtriranje se izvede na podlagi šablone prometnega 
toka (angl. TFT – Traffic Flow Template). Prav tako služi kot mobilna 
sidrna točka za medsebojno delovanje in povezovanje z ne-3GPP (angl. 
non-3GPP) tehnologijami, kot je npr. tehnologija WiFi. Terminal UE je 
lahko sočasno povezan na več prehodov P-GW (dostopanje do več 
storitev hkrati). 
 Strežnik za domače naročnike (angl. HSS – Home Subscriber Server): 
je podatkovna baza o uporabnikih in naročniških informacijah (na 
katera omrežja PDN se lahko uporabnik poveže, omejitve dostopa pri 
gostovanju). Strežnik HSS je odgovoren za upravljanje uporabniških 
profilov, ki vsebujejo naročniške in varnostne informacije, kakor tudi 
podrobnosti o fizični lokaciji uporabnika. 
 Funkcija politike in pravil zaračunavanja (angl. PCRF – Policy and 
Charging Rule Function): Element PCRF je odgovoren za nadzor 
politike odločanja in zaračunavanja. Zagotavlja avtorizacijo zahtev QoS 
na podlagi česar se odloči kako bo tok podatkov obravnavan in s tem 









Vmesniki, ki se uporabljajo v omrežnem jedru EPC so sledeči: 
 
 S1-MME: Signalizacijski vmesnik med E-UTRAN in MME. 
 S1-U: Vmesnik med E-UTRAN in S-GW za tuneliranje nosilcev na 
uporabniški ravnini in za izročanje med baznimi postajami eNB med 
izročanjem (HO). 
 S5: Zagotavlja tuneliranje na uporabniški ravnini in upravljanje tunelov 
med S-GW in P-GW. 
 S6a: Omogoča prenos naročniških in avtentikacijskih podatkov za 
avtentikacijo/avtorizacijo dostopa uporabika do omrežja EPS. 
 S8: Ima enako funkcijo kot vmesnik S5, z razliko, da skrbi za povezavo 
med prehodom S-GW omrežja, kjer uporabnik gostuje in domačim 
P-GW.  
 S10: Vmesnik med entiteto MME, za izmenjavo podatkov. 
 S11: Vmesnik med entiteto MME in prehodom S-GW. 
 Gx: Zagotavlja prenos signalizacije za zagotavljanje funkcije QoS in 
pravil zaračunavanja od eelementa funkcije politike in pravil 
zaračunavanja (angl. PCRF – Policy and Charging Resource Function) 
do funkcije zagotavljanja politike in zaračunavanja (angl. PCEF - 
Policy and Charging Enforcement Function), ki se praviloma nahaja na 
prehodu P-GW. 














3.2.1 Mobilnost med sistemi 3GPP 
V zgodnjih fazah uvajanja tehnologije LTE, je bil dostop do omrežja LTE 
mogoč, le v velikih mestih. Na ostalih področjih so operaterji uporabljali starejše 
tehnologije, kot so globalni sistem mobilnih komunikacij (angl. GSM – Global 
System for Mobile Communication) in univerzalni mobilni telekomunikacijski 
sistem (angl. UMTS – Universal Mobile Telecommunications System). GSM  spada 
v drugo generacijo (angl. 2G - 2nd Generation) mobilnih omrežij, UMTS pa 
predstavlja tretjo generacijo (angl. 3G – 3rd Generation) mobilnih omrežij. Za 
zagotavljanje storitev, ne glede na lokacijo je omrežje LTE, torej zasnovano tako, da 
omogoča medsebojno delovanje z drugimi mobilnimi komunikacijskimi sistemi. 
Večina mobilnih naprav LTE, podpira delovanje starejših tehnologij 3GPP, kar 
pomeni, da lahko uporabnik uporablja določene storitve, tudi izven področja 
pokrivanja omrežja LTE. Za podporo govornih in paketnih storitev, so zato potrebni 
dodatni vmesniki, ki povezujejo določene entitete omrežij. [17] 
 
Slika 12 prikazuje mobilnost med omrežjem LTE in starejšimi sistemi 3GPP z 







Slika 12: Združljivost med LTE in GSM/GPRS ali WCDMA/HSPA, [18] 
 
Pri prehodu iz omrežja LTE na starejše sisteme 3GGP, kot je prikazano na sliki 
12, strežno podporno vozlišče GPRS (angl. SGSN – Serving GPRS Support Node) 
prevzame vlogo MME-ja, z drugimi besedami SGSN prevzame kontrolo nad 
mobilnimi napravami. Uporaba prehoda P-GW omogoča, da mobilna naprava po 
prehodu ohrani svoj IP-naslov in EPS-nosilce ter ohranja komunikacijo z  zunanjimi 
storitvenimi omrežji. Prehod S-GW predstavlja mobilnostno sidrno točko  za 
medsebojno delovanje, HSS pa deluje kot skupna baza za vsa omrežja 3GPP. Za 
prehajanje med sistemi 2G, 3G in 4G so potrebni sledeči vmesniki: 
 S3: je signalizacijski vmesnik, ki povezuje prehod SGSN in entiteto 
MME za zagotavljanje mobilnost med sistemi. 
 S4: skrbi za kontrolo in podporo mobilnosti med prehodom SGSN in 
prehodom S-GW. 
 S16: je signalizacijski vmesnik med dvema prehodoma SGSN. 
 S6d: posnema vmesnik S6a, le da pridobiva naročniške podatke, ki so 
vezani na GSM ali širokopasovni kodno porazdeljeni sodostop (angl. 





Z omogočeno transparentno mobilnostjo, se zmanjša signalna obremenitev 
mobilnih naprav v stanju mirovanja (angl. ISR – Idle Mode Signaling Reduction), 
kar pomeni, da pri prehodu med radijskimi dostopovnimi omrežji, ni potrebna 
ponovna avtentikacija in registracija. Posledica tega je, manjša poraba baterije v 
terminalu.  
 
Za podporo govornih storitev med  sistemi 3GPP, sta na voljo dva načina. Prvi 
predstavlja uporabo multimedijskega podsistema IP (angl. IMS – IP Multimedia 
Subsystem) in realizacija govornih storitev z uporabo 3GPP multimedijske telefonije 
(angl. MMTel – Multimedia Telephony), ki temelji na protokolu IP. Drug način je z 
uporabo tokokrogovne komutacije (angl. CS – Circuit Switched).  
Govorna storitev VoLTE temelji na funkcionalnosti IMS/MMTel v povezavi z 
zmogljivostmi LTE/EPC, da se zagotovi ustrezno vzpostavitev in upravljanje 
govornih nosilcev, vključno s prioritetnimi sejami. Če se pri uporabi te storitve 
uporabnik znajde na področju, kjer se izgubi radijski signal LTE, se klic izvede v 
sistemu (GSM/WCDMA) z boljšo pokritostjo radijskega signala. V primeru, da ciljni 
sistem podpira IMS/MMTel se izvede paketna predaja preko vmesnika S3. V 
nasprotnem primeru se klic izvede v CS domeni sistema GSM/WCDMA. Ta 
postopek se imenuje kontinuiteta govorne zveze (angl. SRVCC – Single Radio Call 
Continuity). Da bi dosegli nemoten prehod, postopek SRVCC vključuje predhodno 
registracijo terminala v ciljni sistem domene CS. V ta namen entiteta MME 
komunicira z mobilnim komutacijskim centrom (angl. MSC – Mobile Switching 
Centre) preko vmesnika Sv. Če ciljni sistem podpira hkrati govor in podatke 
(pogosto v primeru WCDMA), se lahko podatkovni nosilci prenesejo iz LTE 
vzporedno z vzpostavitvijo CS klica. V nasprotnem primeru se seja podatkov 
prekine, za čas trajanja govorne zveze. 
Povratek na tehnologijo 2G/3G (angl. CSFB – Circuit Switched Fallback) je še 
ena izmed možnosti zagotavljanja govornih storitev. Uporabniki za govorno zvezo 
namesto omrežja LTE uporabijo GSM/WCDMA. Entiteta MME komunicira z MSC 
preko vmesnika SGs, da se omogoči predhodna registracija v CS domeni in 





Slika 13 prikazuje entitete omrežja in vmesnike, ki so potrebni za izročitev 
govora. Za poenostavitev, arhitektura ne vsebuje entitete SGSN, ki se lahko 




Slika 13: Podpora govornih storitev med 3GPP sistemi, [18] 
 
3.2.2 Izročanje 
Izročanje INTRA RAT pomeni, da se tehnologija radijskega dostopa ne 
spremeni tekom izročanja, v tem primeru je to omrežje LTE. Poznamo dva načina 
prej omenjenega izročanja, to sta: 
 Intra eNB – mobilnost med celicami iste bazne postaje, 






3.2.2.1 Izročanje med celicami bazne postaje 
Vsi postopki izročanja (angl. HO – Hand Over) se izvedejo znotraj bazne 
postaje eNB. Bazna postaja eNB, se na podlagi rezultatov meritev radijskega signala, 
prejetih od UE, odloči za predajo (HO) na ciljno celico. Kontrola dostopa se izvede v 
ciljni celici, viri pa se terminalu UE dodelijo z vzpostavitvijo radijskih nosilcev. Med 
izročanjem so podatki DL shranjeni v eNB, medtem ko so podatki za prenos v smeri 
UL shranjeni na terminalu UE. Ko je proces izročanja uspešno zaključen, terminal 
UE pošlje bazni postaji (eNB) sporočilo »potrditev izročitve« (angl. Handover 
Confirm), kar pomeni, da je postopek HO končan. Nato terminal UE in eNB začneta 
takoj prenašati zadržane podatke. 
 
Slika 14: Postopek izročanja med celicami bazne postaje, [19] 
Postopek uzročanja je sledeč (slika 14): 
1. UE posreduje rezultate meritev na podlagi katerih se eNB odloči za HO, 
2. eNB izvede kontrolo dostopa in razporeditev virov, 
3. eNB posreduje terminalu UE ukaz za izvedbo HO, 
4. UE se loči od stare celice in začne naključni dostop v novi celici, 
5. UE pošlje eNB sporočilo »potrditev izročitve«, 






3.2.2.2 izročanje med baznimi postajami 
Vmesnik X2 se uporabi za izročanje uporabnika od izvorne eNB (angl. S-eNB 
– Source eNB) k ciljni eNB (angl. T-eNB – Target eNB), kjer enititeti MME in 
S-GW ostaneta isti (se ne spremenita). Za realizacijo HO morata biti S-eNB in 
T-eNB neposredno povezani preko vmesnika X2. Procedura (slika 15) je sestavljena 
iz treh faz: faza priprave (korak 4-6), faza izvedbe (korak 7-9) in faza dokončanja 
HO (po koraku 9). 
 
Glavne značilnosti izročanja prek vmesnika X2 so: 
- hitra izvedba priprave na izročanje, zaradi neposredne povezave med 
baznima postajama; 
- posredovanje podatkov je mogoče po nosilcu, kar zmanjša verjetnost, da bi 
se podatki izgubili; 
- entiteta MME je obveščena le ob koncu procedure, ko je predaja uspešna, 
da se izvede preklop povezave; 







Slika 15: Postopek izročanja preko vmesnika X2, vir[20] 
Postopek izročanja med dvema baznima postajama je sledeč (slika 15): 
1. UE kontekst znotraj S-eNB vsebuje informacije o omejitvah gostovanja, 
2. S-eNB sproži proceduro za meritev kvalitete radijskega kanala, nato UE 
posreduje rezultate S-eNB, 
3. S-eNB se na podlagi rezultatov odloči za predajo zveze T-eNB, 
4. S-eNB poda T-eNB zahtevo za predajo zveze, 
5. nastavitev virov, 
6. potrditev zahteve za HO, 
7. S-eNB pošlje UE HO ukaz, 
8. S-eNB pošlje T-eNB sporočilo »stanje prenosa« in s tem preneha paketom 
v DL dodeljevati zaporedne številke ter preneha dostavljati UL pakete do 
EPC, 
9. UE sporoči T-eNB uspešno predajo, 
10. T-eNB obvesti MME o novi lokaciji v kateri se nahaja UE, 
11. MME potrdi T-eNB izvedbo preklopa 




Vmesnik S1 se uporabi, ko bazni postaji nista neposredno povezani preko 
vmesnika X2. Proces (slika 16) je sestavljen iz: faza priprave (korak 2-8), faza 




Slika 16: Postopek izročanja preko vmesnika S1, vir[20] 
Postopek izročanja med baznima postajama prek vmesnika S1 je sledeč (slika 
16): 
1. odločitev za sprožitev premestitve preko S1, 
2. S-eNB pošlje zahtevo za HO izvorni MME (angl. S-MME – Source MME), 
3. S-MME posreduje zahtevo za premestitev ciljni entiteti MME (angl. T-
MME – Target MME), 
4. T-MME pošlje zahtevo za HO ciljni bazni postaji, 
5. nastavitev virov, 
6. T-MME sprejme potrditev zahteve za HO od T-eNB, 




8. S-MME posreduje S-eNB HO ukaz, 
9. S-eNB pošlje UE terminalu HO ukaz, 
10. S-MME prejme sporočilo »eNB stanje prenosa« od izvorne postaje, 
10b za neposredno posredovanje podatkov med baznima postajama, 
11. T-MME pošlje sporočilo »MME stanje prenosa« ciljni eNB, 
12. UE obvesti T-eNB s sporočilom »potrditev HO«, 
13. T-eNB sporoči predajo T-MME, 
14a. T-MME pošlje izvorni MME sporočilo o zaključku premestitve, 
14b. S-MME seznani T-MME s sporočilom o potrditvi zaključka premestitve, 
UE pošlje T-MME zahtevo po posodobitvi lokacije terminala UE, 
14. S-MME povzroči/sproži sprostitev  virov na S-eNB. 
 
3.2.3 Gostovanje 
Beseda gostovanje (angl. roaming) v mobilnih komunikacijah, pomeni uporabo 
mobilnih storitev drugega operaterja, s katerim uporabnik nima sklenjene naročnine 
(naročnino ima sklenjeno z domačim operaterjem). Gostovanje je ključna sposobnost 
današnjih mobilnih komunikacijskih omrežij.  
 
EPS sistem podpira dva načina gostovanja: 
 Domače usmerjen promet (angl. Home-routed roaming). 






Domače usmerjen promet 
 
Slika 17: Arhitektura načina: Domače usmerjen promet, vir[21] 
Omogoča naročnikom v obiskanem omrežju dostop do storitev, ki jih 
zagotavlja domače omrežje, preko domačega prehoda P-GW. Vmesnik S8 se 
uporablja samo za ta način gostovanja, vmesnik S6a pa pri obeh. Ta način se pogosto 








Slika 18: Arhitektura načina: Lokalni izhod, vir[21] 
Naročniki dostopajo do gostujočega omrežja preko gostujočega prehoda P-GW 
in uporabljajo storitve, ki jih omogoča domače ali gostujoče omrežje. Gostujoči 
PCRF (angl. V-PCRF – Visited PCRF) pridobi politiko o kontroli zaračunavanja 
(angl. PCC – Policy Charging Control) iz domačega PCRF (angl. H-PCRF – Home 
PCRF) preko vmesnika S9. Pri tem načinu so manjše zakasnitve pri uporabi storitev, 







Komunikacija preko radijskega vmesnika je občutljiva na različne varnostne 
napade kot so prisluškovanje, napad s posrednikom (angl. MitM – Man in the 
Middle) in sledenje naročniku. Za zaščito naročnika pred prisluškovanjem, sistem 
EPS podpira šifriranje signalizacijskih in uporabniških podatkov. Da bi se izognili 
napadu MitM, sistem EPS podpira celovitost in zaupnost signalizacijskih podatkov. 
Uporaba šifriranja v omrežju je za operaterja neobvezna, medtem ko je uporaba 
zaščite integritete obvezna. Brez izvedene storitve celovitosti na signalizacijskih 
sporočilih, uporabnik UE, ne bo mogel uspešno dostopati do omrežja in dostopati do 
storitev. Kot izjema prej omenjenega pravila, da je zaščita integritete obvezna je v 
omrežju možna uporaba ti. ničelnega algoritma, kar pa ne zagotavlja storitve 
zaupnosti signalizacije in uporabniškega prometa.  
Preden se omogoči šifriranje in zaščita integritete, se mora med UE in 
omrežjem vzpostaviti varnostni kontekst EPS (angl. EPS security context). Entiteta 
MME sproži postopek varnostne kontrole, nato UE pošlje vsa zaščitena NAS 
sporočila, vključno z začetnimi sporočili NAS za nadaljnjo dostopanje do omrežja 
oz. za ponovni dostop do omrežja. Entiteta MME sproži postopek zaščite celovitosti 
v smeri DL in šifriranje sporočil NAS po uspešni avtentikaciji UE, ali ko omrežje na 
podlagi že dostopnega varnostnega konteksta preveri zaščito celovitosti sporočil 
NAS, poslanih s strani UE. Vsakič, ko naprava dostopa do omrežja in vzpostavi novo 
signalizacijsko povezavo, mora entiteta MME ponovno sprožiti postopek zaščite 
celovitosti in šifriranja sporočil NAS.  
Varnost na dostopovni plasti (angl. AS – Access Stratum), vključno s 
šifriranjem uporabniških podatkov je kontrolirana s signalizacijskimi postopki AS.  
Za zaščito uporabnika pred sledenjem s strani tretje osebe, omrežje dodeli 
uporabniku začasno identiteto. Tekom procedure začetnega povezovanja, bo terminal 
UE za identifikacijo potreboval mednarodno identiteto mobilnega naročnika (angl. 
IMSI – International Mobile Subscriber Identity). Za poznejše dostopanje bo 
terminal UE uporabil začasno globalno unikatno identiteto (angl. GUTI – Globally 
Unique Temporary Identity), ki je dodeljena s strani MME tekom procedure 
dostopanja, ali pa bo terminal UE uporabil začasno identiteto mobilnega naročnika 




Dodatna trajna identiteta vezana na UE je mednarodna identiteta mobilne 
opreme (angl. IMEI – International Mobile Equipment Identity), ki jo UE pridobi od 
entitete MME. IMEI je lahko zahtevan samo od pooblaščenega omrežja in se 
običajno prenese v šifrirani obliki.  
 
Slika 19: Varnostna arhitektura EPS, [23] 
Slika 19 prikazuje celotno varnostno arhitekturo sistema EPS. Mehanizem za 
avtentikacijo in generiranja ključa se imenuje avtentikacija in soglasje ključa EPS 
(angl. EPS AKA – EPS Authentication and Key Agreement). EPS AKA se izvede, 
ko uporabnik dostopa do EPS preko dostopovnega omrežja E-UTRAN. Procedura se 
izvaja med UE in entiteto MME, ki se nahaja v strežnem omrežju (angl. SN – 
Serving Neetwork). Entiteta MME sprejme avtentikacijski vektor EPS (angl. AV – 
Authentication Vector) iz domačega omrežja od entitete HSS. AV (generiran s 
kjučem K) vsebuje parametre, ki so potrebni za medsebojno avtentikacijo in 
izvajanje šifriranja ter celovitosti kjučev, za uporabo znotraj MME in eNB. Varnostni 





3.4 Kvaliteta storitev 
Terminal UE lahko sočasno poganja več aplikacij, vsaka izmed njih pa ima 
lahko različne zahteve glede zagotovil QoS. Kot primer je sočasna uporaba VoIP, 
brskanje po spletu in prenos datotek s strežnika. Storitev VoIP ima veliko višje 
zahteve glede zakasnitve paketov, medtem ko prenos datotek s strežnika zahteva 
manjše število izgubljenih paketov, čas zakasnitve pa je manj pomemben. Za 
podporo različnih zahtev so določeni različni nosilci EPS z različno dodeljenim 
parametrom QoS. 
Nosilce EPS lahko razvrstimo v dve skupini: 
 Nosilec z zagotovljeno bitno hitrostjo (angl. GBR – Guaranteed Bit 
Rate). Uporabi se lahko za prenos govora VoIP. Nosilci imajo 
dodeljeno vrednost GBR, tako da je prenosni vir stalno zagotovljen ob 
spremembi oz. vzpostavitvi nosilca. V primeru, da je dovolj virov je 
možna večja hitrost prenosa, kot je določeno z nosilcem GBR. Zgornja 
meja za  prenosno hitrost, ki jo zagotavlja GBR je določena s 
parametrom maksimalne prenosne hitrosti (angl. MBR – Maximum Bit 
Rate). 
 Nosilec, ki ne zagotavlja meje za prenosno hitrost (angl. Non-GBR – 
Non Guaranteed Bit Rate). Uporablja se lahko za brskanje po spletu ali 
prenos datotek preko protokola za prenos datotek (angl. File Transfer 
Protocol). Ne zagotavlja rezervacije prenosnih virov znotraj dodeljene 
pasovne širine. 
Pri dostopovnem omrežju je entiteta eNB dolžna zagotoviti nosilcu zahtevan 
nov QoS. Vsak nosilec ima dodeljen identifikator razreda kakovosti (angl. QCI 
– QoS Class Identifier) ter prioriteto dodeljevanja in ohranjanja nosilca (angl. 
ARP – Allocation and Retention Priority). Parameter QCI določa naslednje 
lastnosti: prioriteto, zakasnitev paketov in sprejemljivo razmerje izgubljenih 
paketov. Oznaka QCI določa kako bo nosilec obravnavan v eNB. 
Standardiziranih je bilo devet parametrov QCI, s tem pa se je omogočilo 





Slika 20: Standardizirane vrednosti QCI, [25] 
 
3.5 Virtualizacija 
3.5.1 Operater navideznega mobilnega omrežja 
Operater navideznega mobilnega omrežja (angl. MVNO – Mobile Virtual 
Network Operator) je podjetje, ki ponuja mobilne storitve končnim uporabnikom. Za 
zagotavljanje storitev uporablja radijski frekvenčni pas, omrežje RAN in zaledno 
povezavo, ki je v lasti operaterja mobilnega omrežja (angl. MNO – Mobile Network 






Slika 21: Delovanje mobilnega navideznega zasebnega omrežja, vir[26] 
 
Medsebojno delovanje poteka tako, da operater MVNO zakupi od operaterja 
MNO določeno storitev in to prodaja oz. ponuja svojim končnim uporabnikom. 
Nekateri operaterji MVNO niso dovolj veliki (majhno število uporabnikov) in večji 
operater MNO ne želi sodelovati z njimi, zato bodo v tem primeru zakupili storitve 
od agregatorja navideznega zasebnega omrežja (angl. MVNA – Mobile Virtual 
Network Aggregator). Nekatera podjetja MNO so določila dodatno entiteto 
mobilnega navideznega omrežja (angl. – MVNE – Mobile Virtual Network Enabler), 
preko katerega lahko MVNO in MVNA ponujajo storitve. 
 
Obstajajo različna MVNO omrežja, kot primer je celotno MVNO (angl. Full 
MVNO) omrežje, ki ima najvišjo stopnjo neodvisnosti od MNO. Celotno MVNO 
podjetje za zagotavljanje storitev uporablja radijsko dostopovno omrežje MNO, vse 
ostalo si lastijo sami. Najnižjo stopnjo neodvisnosti od MNO ima ozek MVNO (angl. 
Thin MVNO), ki zagotavlja marketing in prodajo storitev, za vse ostalo (skrb za 





Slika 22: Tipi mobilnih navideznih zasebnih omrežij, [27] 
 
3.5.2 Ime dostopovne točke 
Ime dostopovne točke (angl. APN – Access Point Name) je naslov storitvenega 
omrežja, ki ga je izbral uporabnik za zagotavljanje mobilnih storitev. Slednji 
mehanizem se v mobilnih omrežij lahko uporablja za gradnjo navideznega zasebnega 
omrežja (angl. VPN – Virtual Private Network), ki povezuje UE in PDN preko 
prehoda P-GW. APN je nastavljen s strani mobilnega operaterja ter določa 
avtorizacijo, dodeljevanje naslova, časovne omejitve in vrsto zaračunavanja. 
APN je s strani uporabnika UE viden, kot ime domene omrežja na katerega 
lahko dostopa. Ta del je sestavljen iz identifikatorja omrežja, ki opredeljuje PDN na 







Slika 23: Dostop uporabnika do paketnega omrežja glede na APN, [28] 
 
3.6 Razširitev standardov četrte generacije za potrebe storitev javne 
varnosti 
Standardizacija naprednih funkcionalnosti za zagotavljanje storitev javne 
varnosti na tehnologijah LTE/EPC se izvaja s strani organizacije 3GPP. Pričela se je 
s standardom Release 12 in bo zaključena s standardom Release 14. Standardi 
Release 12/13/14 določajo zahteve za funkcije bližnjih storitev (angl. ProSe - 
Proximity Services), storitve skupinskih klicev (angl. GCSE – Group 
Communications Services Enablers), ločen E-UTRAN dostop za PS (angl. IOPS – 
Isolated E-UTRAN for Public Safety) ter funkcije pritisni in govori za kritične 







Slika 24: Časovnica za LTE standardizacijo in razvoj UE, [29] 
 
Slika 24 prikazuje časovni potek standardizacije in predviden čas prihoda 
opreme na trg, ki bo izpolnjevala pogoje zahtevanih standardov (ECC Report 199). 
Razvoj  standardov 3GPP poteka skozi tri faze: 
 Faza 1: se nanaša na opis storitev z uporabniškega vidika. 
 Faza 2: opisuje arhitekturo in pretok informacij preko vmesnikov med 
entitetami omrežja. 
 Faza 3: predstavlja implementacijo funkcionalnosti in protokolov, ki se 










3.7 Funkcionalnosti širokopasovnega sistema za potrebe javne 
varnosti 
3.7.1 Skupinski klici 
 
Na splošno storitev skupinskih klicev (angl. GCS – Group Communications 
Service) omogoča hiter in učinkovit prenos enake vsebine, skupini uporabnikov v 
kontroliranem načinu. GCS s podporo tehnologije LTE podpira prenos podatkov, 
zvoka (tudi P2T) in videa. Prav tako omogoča uporabniku komunikacijo z različnimi 
skupinami, uporabnik pa je lahko član več različnih uporabniških skupin. Za 
realizacijo GCS, organizacija 3GPP določa dve dopolnjujoči si funkciji. Prva se 
imenuje GCSE, druga pa MCTT. GCSE predstavlja arhitekturo omrežja, ki omogoča 
razvoj storitev GCS. MCTT pa je specifična realizacija storitve GCS. To omogoča 
fleksibilnost pri uporabi aplikacij za skupinsko komunikacijo, saj se te lahko 
razlikujejo glede na uporabnika (gasilci, policija) ali državo. V tem primeru za 
uporabo novih aplikacij (sprememba v aplikacijskem nivoju) niso potrebne 
spremembe jedrnih ali radijskih komponent omrežja, kar omogoča hitro uporabo 
novih storitev. [1,23] 
 
3.7.1.1 Storitev skupinskih klicev 
Zahteve, ki ji določa 3GPP za GCSE so: 
- interoperabilnost med uporabniki sistema 3GPP in ne-3GPP, 
- zakasnitev pri medijskem prenosu je lahko največ 150ms, 
- zagotavljanje prioritetnih mehanizmov (promet z višjo prioriteto, ima 
prednost pred drugimi vrstami prometa z nižjo prioriteto), 
- sočasno komunikacijo z večimi skupinami (prenos govora eni skupini, 
strujanje videa številnim skupinam), 





Dostava prometa v smeri DL med aplikacijskim strežnikom GCS (angl. GCS 
Application Server) in terminalom UE, lahko poteka v načinu točka-točka 
(angl. unicast) ali eden-mnogim (angl. multicast). Pri prvem načinu se za 
prenos uporabi nosilce EPS. Drugi način, ki mu pravimo dostava 
multimedijske storitve razpršenega oddajanja in oddajanja skupini 
prejemnikom (angl. MBMS – Multimedia Broadcast Multicast Services), pa 
dostavi promet odjemalcu z nosilci MBMS. Odločitev za uporabo enega ali 
drugega načina je prinesena s strani GCS v AS. Terminal UE za prenos 
podatkov do GCS AS uporabi nosilce EPS. 
Slika 25 prikazuje arhitekturo sistema GCSE, ki prikazuje elemente za dostavo 
eden-drugemu in dostavo MBMS. GCS AS s podporo GCSE omogoča 




Slika 25: Arhitektura GCSE, vir[23] 
 
Opis funkcij posameznih entitet in vmesnikov, ki so potrebni za podporo 
GCSE preko LTE so podane v nadaljevanju: 
 Terminal UE mora podpirati naslednje funkcije: 




o prejemanje podatkov od GCS AS z uporabo načina eden-drugemu 
ali eden-mnogim ali oboje hkrati, 
o prenos podatkov v povezavi navzgor preko nosilcev EPS v načinu 
eden-drugemu, 
o zagotoviti kontinuiteto storitve med omenjenima načinoma, 
o nove vrednosti QCI za signalizacijo MCPTT, zvok in ostalih 
medijev (določeno v 3GPP TS 23.203). 
 GCS AS podpira naslednje funkcije: 
o signalizacijo z UE preko vmesnika GC1, 
o dostavo podatkov do uporabnikov UE z uporabo obeh načinov (tudi 
hkrati), 
o sprejemanje podatkov v smeri UL od UE, 
o vzdrževanje sej na ravni EPS preko vmesnika Rx, 
o nadzor kontinuitete storitev med omenjenima načinoma za UE. 
 Center za storitve razpršenega oddajanja in oddajanja skupinam (angl. 
BM-SC – Broadcast Multicast Service Centre): 
o zagotavlja začasno identiteto mobilne skupine (angl. TMGI – 
Temporary Mobile Group Identity), 
o omogoča aktiviranje, deaktiviranje in spreminjanje nosilcev MBMS 
preko vmesnika MB2. 
 eNB, MME, S-GW, P-GW, PCRF: 
o morajo podpirati nosilce z novimi  vrednostmi QCI za signalizacijo 
MCPTT, zvok in ostale medije. 
 GC1: 
o je vmesnik med aplikacijskim odjemalcem GCS (angl. GCS CA – 
GCS Client Application), ki se nahaja v UE in GCSE AS, ki je na 
strani omrežja, 
o preko vmesnika poteka signalizacija aplikacijske domene (za 
kreiranje, brisanje, spreminjanje skupin itd.). 
 MB2: 
o omogoča signalizacijo uporabniške (vmesnik MB2-U) in kontrolne 
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Signalizacija občutljiva na zakasnitve v 
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Prenos podatkov v kritičnih razmerah 
 
Če bi za storitev PTT uporabljali običajne vrednosti QCI (Slika 20), bi to 
povečalo porabo baterije znotraj UE, poleg tega pa bi zmanjšalo radijsko 
učinkovitost, saj bi naprava bila večinoma (po nepotrebnem) v povezavnem načinu. 
Za storitve PTT je značilno, da so dolge pavze med govorom, zato so bile potrebne 
nove vrednosti QCI. Na podlagi teh entiteta eNB določi ustrezno vrednost cikla 
nezveznega sprejema (angl. DRX Cycle – Discontinuous Reception Cycle). Ta 
vrednost, ne sme biti večja od 320 ms. 
 
3.7.1.2 MCPTT 
Je storitev, ki zahteva posebno aplikacijo znotraj UE in na strani omrežja 
(aplikacijski strežnik). Od entitete UE se pričakuje, da bo podpirala poleg tehnologije 
LTE, še obstoječe tehnologije. Za lažjo uporabo se pričakuje, da bo UE samodejno 
preklopila med sistemi, glede na okoliščine (pokritost, obremenjenost sistema). 
MCPTT podpira komunikacijo med številnimi uporabniki (skupinski klici). 
Uporabniki podajo zahtevo za prenos govora s pritiskom na gumb naprave. Istočasno 
lahko govori samo en uporabnik, medtem ko ostali poslušajo. V primeru, da 
istočasno poda zahtevo več uporabnikov, se storitev (govor) omogoči uporabniku z 
najvišjo prioriteto.  
Glavne zahteve za MCPTT so: 




- dinamično ustvarjanje skupin, 
- kontroliranje mnogih skupin PTT, 
- podpora prisvojenja zveze, 
- avtentikacija, avtorizacija in varnostna kontrola za skupine PTT. 
3.7.2 Neposredna komunikacija med terminaloma 
Neposredna komunikacija med terminaloma (DMO) je za uporabnike PPDR 
ključnega pomena, saj omogoča komunikacijo med uporabniki tudi v primeru izpada 
omrežja. S funkcijo ProSe sta možna dva načina komunikacije. Prvi način omogoča 
neposredno komunikacijo med uporabniki, ki poteka neodvisno od omrežja. Drugi 
način pa omogoča komunikacijo, ki je odvisna od omrežja.  
 
Zmogljivost ProSe poteka na osnovi dveh sestavnih zmogljivosti: 
1. Iskanje ProSe (angl. ProSe Discovery): je proces, ki prepozna, da je UE v 
neposredni bližini z drugo UE, z uporabo radijskega vmesnika LTE ali prek 
sistema EPC. Prvemu načinu (preko vmesnika) pravimo neposredno iskanje 
ProSe (angl. ProSe direct discovery), drugemu pa iskanje na ravnini EPC 
ProSe (angl. ProSe EPC-level Discovery).  
2. Komunikacija ProSe (angl. ProSe Communication): je komunikacija med 
dvema ali več napravami v neposredni bližini s pomočjo ti. komunikacijske 
poti ProSe (angl. ProSe Communication Path). Povezava se lahko vzpostavi 
preko radijskega vmesnika LTE bodisi neposredno med terminaloma UE ali 
preko bazne postaje eNB. Načinu, kjer je povezava vzpostavljena neposredno 
med napravama pravimo neposredna komunikacija ProSe (angl. ProSe Direct 
Communication). 
 
Komunikacija DMO je neodvisna od omrežja in se uporablja: 
- v primeru pooblaščene osebe, 
- ne glede na to ali je terminal UE pod kontrolo entitete eNB, 






Slika 26: Opcija ProSe za potrebe omrežij javne varnosti, vir[23] 
 
Komunikacija DMO je odvisna od omrežja in se uporablja: 
- za neposredne komunikacije ProSe v načinu ena na ena, 
- ko obe napravi streže entiteta eNB (za komercialno uporabo), 




Slika 27: ProSe za komercialna omrežja, vir[23] 
 
Ta način uporabe (Slika 27) ne omogoča učinkovito uporabo virov, saj je 
frekvenčni pas večinoma namenjen komercialni uporabi. Zato se tudi ne 
pričakuje, da bo ta način široko uporaben. 
 
Za podporo storitev ProSe so potrebne dodatne funkcionalne entitete in dodatni 





Slika 28: Funkcionalna arhitektura za ProSe, vir[30] 
 
Opis funkcionalnih entitet: 
 Aplikacija ProSe (angl. ProSe APP – ProSe Application) je aplikacija 
na strani UE, ki ima svoj aplikacijski identifikator. Podpirati mora 
neposredno komunikacijo ProSe v načinu eden-mnogi in komunikacijo 
med UE s posredovanjem omrežja. Konfiguracija parametrov je v 
terminalu prednastavljena, v primeru območja pokritosti  pa se lahko 
konfiguracija zagotovi s signalizacijo preko vmesnika PC3. 
 Aplikacijski strežnik (angl. App Server – Application Server ) omogoča 
shranjevanje, mapiranje aplikacij in uporabniških identifikatorjev. 
Signalizacija aplikacijskega sloja med aplikacijo ProSe in aplikacijskim 
strežnikom poteka preko vmesnika PC1. Sodelovanje s funkcijo ProSe 
(angl. ProSe Function) je omogočena prek vmesnika PC2. 
 Funkcija ProSe je logična funkcija, ki se uporablja za funkcije 
povezane z omrežjem, potrebne za zmogljivost ProSe. Sestavljena je iz 
treh pod-funkcij: 
- Funkcija neposrednega zagotavljanja (angl. DPF – Direct Provisioning 
Function) se uporablja za oskrbovanje entitete UE s potrebnimi 
parametri za neposredno iskanje ProSe in neposredno komunikacijo 
ProSe. 
- Funkcija neposrednega iskanja upravljalnih imen (angl. Direct 




in mapiranje aplikacij ProSe glede na ID. Poleg tega oskrbuje UE s 
potrebnimi varnostnimi podatki. 
- Funkcija iskanja na ravnini EPC ProSe (angl. EPC-level Discovery 





Opis potrebnih vmesnikov je podan v nadaljevanju [30]: 
 PC1: je vmesnik med aplikacijo ProSe na strani UE in aplikacijskim 
strežnikom. Določa zahteve, ki so potrebne za signalizacijo 
aplikacijskega sloja. 
 PC2: je vmesnik, ki omogoča interakcijo med aplikacijskim 
strežnikom in funkcijo ProSe. 
 PC3: vmesnik, ki omogoča sodelovanje med UE in funkcijo ProSe. 
 PC4: vmesnik med EPC in funkcijo ProSe. 
 PC4x: vmesnik med IMS in funkcijo ProSe. S strani funkcije ProSe se 
uporabi za pridobivanje informacij o UE (če je ne/regestrirana v 
omrežje). 
 PC5: vmesnik med dvema UE, ki se uporablja za uporabniško in 
kontrolno ravnino pri neposredni komunikaciji, neposrednem iskanju 
in relejni ProSe (angl. ProSe Relay). 
 PC6: omogoča neposredno iskanje med uporabniki, ki so naročniki 
različnih javnih zemeljskih mobilnih omrežij (angl. PLMN – Public 
Land Mobile Network). 
 
 
3.7.3 Relejne postaje 
Za učinkovito planiranje heterogenih omrežij je organizacija 3GPP predstavila 
koncept relejnih vozlišč (angl. RNs – Relay Nodes). RNs so bazne postaje (eNB) z 




robu celic. Ena glavnih prednosti je, da se poveča pokritost omrežja LTE in da je 
cenovno zelo ugodno. RN je povezan z donatorsko bazno postajo (angl. DeNB – 
Donor eNB) preko vmesnika Un oz. Uu  (E-UTRAN). DeNB poleg deljenja radijskih 
virov z RN, streže tudi svojo UE. RN razen podpiranja funkcionalnosti eNB, 
omogoča tudi funkcionalnosti UE (npr. fizični sloj, sloj 2, oddaljen nadzor klicev in 
funkcionalnosti NAS), kar omogoča brezžično povezavo z DeNB. Delovanje RN se 
lahko deli na znotrajpasovno in izvenpasovno delovanje. V obeh primerih je možno 
upravljati povezavo eNB-rele na isti nosilni frekvenci, kot pri povezavi eNB-UE. 









4 Scenariji postavitve komunikacijskega sistem za potrebe 
javne varnosti 
V tem poglavju so podane različne implementacijske opcije za postavitev 
komunikacijkega omrežja za potrebe javne varnosti, ki izhaja iz dokumenta [23]. 
4.1 Komercialni scenarij 
4.1.1 Koncept poslovnega APN 
V tem primeru se za govorne storitve uporablja obstoječe omrežje TETRA, 
dokler se ne preide na rešitev VoIP. Storitve, ki temeljijo na protokolu IP zagotovi 
komercialno mobilno radijsko omrežje, brez sodelovanja omrežja TETRA. Ta 
scenarij izhaja iz storitev, ki jih komercialni operaterji mobilnih radijskih omrežij 
ponujajo za poslovne uporabnike. Za dostop do storitev je znotraj UE nastavljen 
specifičen naslov APN. Preko APN se uporabnik poveže na omrežje IP posameznega 
podjetja/organizacije. Uporabnik mora biti naročnik tega omrežja, saj v nasprotnem 




Slika 30: Koncept poslovnega APN, vir[32] 
Promet IP je med komercialnim mobilnim omrežjem in posamezno 




namenske vire (zakupljeni vodi). Entiteti HSS in GGSN sta v lasti komercialnega 
mobilnega omrežja. Za upravljanje mobilnosti in avtentikacije skrbi komercialno 
mobilno omrežje, čeprav ne gre izključiti možnosti, da to odgovornost prenesejo na 
organizacijo PPDR. Zato bi organizacije PPDR potrebovale vmesnik, preko katerega 
bi lahko v primeru kraje (UE) preklicali naročnino uporabnika. Možno bi bilo 
uporabiti obstoječe tehnične rešitve in vmesnike, ki jih komercialna omrežja 
uporabljajo za medsebojno delovanje z ostalimi podjetji/organizacijami. Za varnost 
od konca do konca in storitve je odgovorna organizacija PPDR. Storitve, ki so 
namenjene za poslovne stranke, niso primerne za komunikacijo v kritičnih razmerah, 
saj imajo naslednje omejitve: 
 V primeru izpada omrežja, stranka ne more upravljati z omrežjem. Za 
dosego tega, je potreben poseben dogovor med organizacijo PPDR in 
operaterjem komercialnega omrežja. 
 Običajno storitve ne podpirajo mehanizme s katerimi, bi se organizaciji 
PPDR določala višja prioriteta prometa, v primerjavi s prometom 
običajnih uporabnikov. Ena izmed rešitev je uporaba mehanizma IP 
QoS. 
 Ko scenarij poteka vzporedno z omrežjem organizacije PPDR, ni 
možno ohraniti zveze (klica) pri prehodu med omrežji. 
Možna je uporaba storitev komercialnega omrežja iz sosednjih držav, pri čemer 
mora imeti sosednja država, podpisan sporazum o gostovanju z vsemi 
komercialnimi omrežji znotraj gostujoče države. To poveča pokritost in 
razpoložljivost storitev. 
 
4.2 Hibridni scenarij 
4.2.1 Koncept MVNO in nacionalnega gostovanja 
Ta scenarij temelji na gostovanju. Če imajo organizacije PPDR lastno 
širokopasovno omrežje PPDR za kritične razmere, je z uporabo tega scenarija, to 
podobno sporazumu o nacionalnem gostovanju med dvema komercialnima 
operaterjema. V primeru, da organizacije PPDR nimajo širokopasovnega omrežja, je 





Slika 31: Koncept MVNO in nacionalnega gostovanja, [32] 
 
V tem primeru so HSS, GGSN/P-GW, enkripcija od konca do konca, 
upravljanje z varnostmi ključi, pametne kartice v domeni organizacij PPDR. 
Upravljanje mobilnosti in avtentikacije poteka skupinsko, vendar komercialni 
mobilni operater ne dobi stalnih delovnih varnostnih ključev. V primeru kraje ali 
izgube UE, lahko nadzorni center organizacije PPDR, prekliče naročnino 
uporabnika. 
Ta scenarij, bi lahko predstavili, kot razvoj obstoječih omrežij PPDR, na sledeč 
način: 
 Eden izmed komercialnih operaterjev, bi bil izbran za partnerja, s 
katerim bi organizacija PPDR imela podpisan sporazum o gostovanju. 
 Storitvene platforme, HSS, GGSN/P-GW, se namesti in poveže s 
komercialnim omrežjem ter obstoječim omrežjem TETRA. Nato se 
sistem testira (sprva brez dejanskih uporabnikov). 
 Možno je nadaljevati z izgradnjo lastnega omrežja LTE. Smatra se, za 
delno uporabo v kritičnih razmerah. V nasprotnem primeru, se lahko 
scenarij preoblikuje, v arhitekturo za samo kritične razmere. 
  V primeru izpada omrežja, gostujoči partner ne more upravljati z 
omrežjem. Za dosego tega, je potreben poseben dogovor med 




 Sporazumi o gostovanju, običajno ne obsegajo mehanizmov s katerimi, 
bi se prometu PPDR dodelila višja prioriteta. Uporabi se lahko 
mehanizem IP QoS, kjer bi za realizacijo potrebovali omrežje IP v 
načinu MVNO. Ta rešitev je še bolj kompleksnejša, kot pri prej 
omenjenem scenariju. 
 Pri prehodu med omrežjema se lahko ohrani zveza (klic), a je rešitev 
kompleksna in potrebno je obojestransko usklajevanje radijskega 
omrežja. 
 Za gostovanje v omrežju PPDR, morajo organizacije PPDR imeti lastne 
sporazume s katerimi bodo določili pogoje. Organizacije PPDR ne 
morejo uporabiti sporazum o gostovanju z omrežjem komercialnega 
operaterja. 
 Potrebno je definirati med-sistemski vmesnik (angl. ISI – Inter-System 
Interface) med omrežjem LTE in TETRA. Prednost ISI je, da imajo 
lahko uporabniki samo eno naročnino, in da se skupinski klici (obeh 
uporabnikov) lahko izvedejo istočasno. Trenutno ni standardov za tak 
vmesnik, in ni jasno, ali bodo proizvajalci dejansko razvili potreben 
vmesnik. 
  
4.2.2  Deljeno radijsko omrežje LTE 
V tem primeru je mišljeno, da ima organizacija PPDR svoje jedrno omrežje. Za 
uporabo dostopovnega omrežja, je potreben sporazum s komercialnim operaterjem. 
Na začetku bi se uporabljal scenarij vzporedno z obstoječim omrežjem TETRA, vse 
dokler ne bi vsi uporabniki prešli na tehnologijo LTE. Preden lahko organizacija 
PPDR uporablja oz. si deli radijsko dostopovno omrežje, morajo biti izpolnjeni 
sledeči pogoji: 
 Omrežje LTE mora omogočati funkcije za kritične razmere. 
 Skleniti je potrebno pogodbo s komercialnim operaterjem, za uporabo 
dostopovnega omrežja RAN. 
 Scenarij je najbolj učinkovit, če se za vzdrževanje in upravljanje RAN 




 Potrebno je implementirati vmesnik med jedrnim omrežjem in 
deljenim dostopovnim omrežjem RAN. 
 Proizvajalci morajo razviti robustne elemente RAN, ki lahko 





4.3 Namenski sistem LTE/EPC 
Ponudnik storitev ima svoje jedrno in radijsko omrežje. Na začetku bi se 
uporabljal scenarij vzporedno z obstoječim omrežjem TETRA, vse dokler ne bi vsi 
uporabniki prešli na tehnologijo LTE. Zahteve, ki jih mora organizacija PPDR 
izpolnjevati, preden se poda v implementacijo, so: 
 Določen namenski frekvenčni pas, ki bi se uporabljal za storitve BB 
PPDR. 
 Omrežje LTE mora podpirati funkcije za kritične razmere. 
 Proizvajalci morajo razviti robustne elemente LTE, ki lahko zagotovijo 
zanesljive in varne storitve po celotnem omrežju IP. 
 Treba je definirati med-sistemski vmesnik med omrežjem TETRA in 
LTE. 
 
4.4 Primerjava med posameznimi koncepti 
 
















Ne Samo na 
območjih omrežja 
PPDR 




omrežja vodeno s 
strani PPDR 
Slojna storitev: da 
Omrežni sloj: ne 




Slojna storitev in 
CN:da 
RAN: odvisno od 
dogovora 
Da 
Nadzor omrežja Slojna storitev: da 
Omrežni sloj: ne 
Slojna storitev: da 
Omrežni sloj: ne 
Slojna storitev in 
CN:da 



















uporabniki s strani 
PPDR 
Slojna storitev: da 
Omrežni sloj: da, 
če je dogovorjeno 
s komercialnim 
operaterjem 
Da Da Da 
Potreba po ISI  
med omrežjema 
Ne Da Ne, edino vmesnik 
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Ne Samo, če 
obstajajo 
območja, ki jih 
pokriva 
organizacija 
Samo v primeru, če 
so območja pokrita z 
namenskim RAN, ali 
















Stroški Nizko-Srednje Srednje Srednje-Visoki Srednje-
Visoki 
 
Tabela 2, prikazuje medsebojne razlike oziroma prednosti, pri posameznemu načinu 
implementacije. Za vsak koncept je določeno, če podpira/zahteva funkcije, kot so: 
podpora za komunikacije v kritičnih razmerah, možnost opravljanja omrežja s strani 
PPDR, nadzor omrežja, upravljanje z uporabniki PPDR, potreba po vmesniku ISI, 
dostop do nadzornega centra komunikacijskega omrežja, zahteva po frekvenčnem 
spektru namenskega BB PPDR, delovanje terminala v »dual mode« načinu. Na 






5 Meritve kapacitet obstoječega komercialnega omrežja 
Za učinkovito zagotavljanje storitev BB PPDR, je potrebno imeti odziven in 
robusten sistem, ki poleg tega omogoča, visok odstotek pokritosti teritorija. Ker 
diplomska naloga, opisuje širokopasovni sistem za javno zaščito, ki je osnovan na 
podlagi tehnologije LTE, je bilo temu primerno tudi opraviti meritve komercialne 
bazne postaje. Ime operaterja, ki si lasti bazno postajo ni izpostavljeno, zato bo tudi 
ime bazne postaje poimenovano eNB1. 
Meritve radijskega signala, smo izvajali v okolici Črne vasi na Ljubljanskem 
barju. Meritve smo izvajali iz vozila, z merilno opremo qMON (angl. Quality 
Monitoring System), ki smo jo namestili v prtljažnik vozila. Na upravljavskem 
vmesniku za merilne agente, smo nastavili parametre, ki smo jih želeli izmeriti. 
Meritev parametrov se je izvajala v ponavljajočem si ciklu, katerega dolžina je bila 
okoli ene minute. Meritve smo izvajali na vsakih 200 metrov, kjer se je izvedel 
celoten cikel. Bazna postaja deluje na frekvenčnem območju 800 MHz, s širino 
kanala 10 MHz. 
 
 






Slika 33: Namenska merilna oprema nameščena v vozilu 
 
Poleg opreme prikazane na sliki, smo imeli še dva globalna navigacijska 
sistema (angl. GPS – Global Positioning System), ki sta beležila lokacijo skozi 
celotno izvajanje meritev ter prenosni računalnik. Rezultati meritev so se sproti 
shranjevali na prenosnem računalniku. Meritve smo začeli izvajati ob 13:18 in 
končali ob 16:30.  
Prikaz končnih rezultatov sem upodobil v histogramih, ki sem jih naredil s 
pomočjo programa Tableau. 
 
Tabela 3: Sistemske nastavitve eNB1 
eNB1 nastavitve Operater A 
Zemljepisna širina  46.00009 
Zemljepisna dolžina 14.49559 
ECI 391426, 391427 
Frekvenčni pas 800 MHz 







5.1 Čas potreben za prehod terminala iz stanja mirovanja v stanje 
aktivnosti 
Uporabniška oprema se večino časa nahaja v stanju mirovanja, saj bi v 
nasprotnem primeru, precej hitreje porabili razpoložljivo energijo baterije. Torej 
večja, kot je vrednost nezveznega cikla, manj energije se porabi. 
Omenjeno meritev smo opravili tako, da smo pošiljali protokol internetnega 
krmilnega sporočila (angl. ICMP – Internet Control Message Protocol) na strežnik 
Arnes, ki velja kot nevtralno območje med slovenskimi operaterji. Velikost paketov 
ICMP, smo nastavili na 64 oktetov. 
Za pridobitev pravilnega podatka o času, ki je potreben za prehod v aktivno 
stanje, moramo izmerjenim podatkom odšteti obhodni čas potovanja (angl. RTT – 
Round Trip Time) paketa ICMP. 
 
Tabela 4: Čas, potreben za prehod UE v aktivno stanje 
 Operater A 
Najnižja vrednost 145 ms 
Srednja vrednost 158 ms 






Slika 34: Histogram: čas prehoda v stanje aktivnosti 
Vrednosti časa prehoda v aktivno stanje, kar precej presegajo vrednost, ki jo 
določa standard, to je <100 ms. 
5.2 Obhodni čas  
RTT je čas, ki je potreben za oddajo paketa ICMP in sprejem potrditve, da je 
paket uspešno poslan. Meritev smo izvedli pri velikosti paketa 64 oktetov in 1024 
oktetov. Opazi se večja zakasnitev pri velikosti paketa 1024 oktetov. 
 
Tabela 5: RTT pri velikosti paketa 64 oktetov 
 Operater A 
Najnižja vrednost 17,4 ms 
Srednja vrednost 20 ms 






Slika 35: Histogram: RTT pri velikosti paketa 64 oktetov 
V večini primerov smo dosegli oz. presegli zahteve standardov, ki določajo 
maksimalni čas v obe smeri 20 ms. 
 
Tabela 6: RTT pri velikosti paketa 1024 oktetov 
 Operater A 
Najnižja vrednost 25,8 ms 
Srednja vrednost 29,1 ms 






Slika 36: Histogram: RTT pri velikosti paketa 1024 oktetov 
Pri velikosti paketov 1024 oktetov, je maksimalni čas 2-krat večji, kot pri 
velikosti paketa 64 oktetov. Za storitve, kot je na primer VoIP, zakasnitve ne smejo 





5.3 Hitrost prenosa 
Hitrosti v obeh smereh smo merili z odprtokodnim orodjem Iperf., ki deluje v 
načinu strežnik-odjemalec. V našem primeru, je to strežnik Fakultete za 
elektrotehniko, odjemalec pa je naša terminalna naprava. 
 
Tabela 7: Hitrost prenos v povezavi navzdol 
 Operater A 
Najnižja vrednost 4 Mbit/s 
Srednja vrednost 20,5 Mbit/s 
Najvišja vrednost 64,6 Mbit/s 
 
 
Slika 37: Histogram: hitrost prenosa v povezavi navzdol 
Maksimalna hitrost prenosa, ki smo jo izmerili v povezavi navzdol je 64,6 





Tabela 8: Hitrost prenosa v povezavi navzgor 
 Operater A 
Najnižja vrednost 3,9 Mbit/s 
Srednja vrednost 17,9 Mbit/s 
Najvišja vrednost 21,5 Mbit/s 
 
 





5.4 Oddajna moč terminala 
Oddajna moč terminala vpliva na pokritost območja. Poznamo terminalne 
naprave različnih razredov, ki lahko oddajajo z večjo oddajno močjo, kar pripomore 
k boljši pokritosti omrežja.  
 
Tabela 9: Tx terminalne naprave 
 Operater A 
Najnižja vrednost -8 [dBm] 
Srednja vrednost 0 [dBm] 
Najvišja vrednost 22 [dBm] 
 
 
Slika 39: Histogram: Tx terminalne naprave 
Maksimalna oddajna moč terminala, je nižja od maksimalne oddajne moči, ki 





5.5 Jakost sprejetega signala 
Sprejeta jakost referenčnega terminala (angl. RSRP – Reference Signal 
Received Power), je za UE zelo pomemben podatek, saj na podlagi tega poteka izbira 
in mobilnost med celicami. Enota za RSRP je izražena v dBm. 
Indikator moči signala (angl. RSSI – Received Signal Strength Idication), 
pomaga pri določanju interference in šuma informacij. Vrednost je izražena v enotah 
dBm. 
S pomočjo zgoraj omenjenih parametrov, lahko izračunamo kakovost 
sprejetega referenčnega signala (angl. RSRQ – Reference Signal Received Quality). 
Vrednost je izražena v enotah dB. Formula za izračun je sledeča: RSRQ = (N * 
RSRP) / RSSI. Črka N pa označuje število izvornih blokov. 
Razmerje jakosti signala proti jakosti vsote interferenc in šuma (angl. SINR – 
Signal to Inteference plus Noise Ratio), je še ena metoda merjenja kakovosti 
sprejetega signala. V primerjavi s prej omenjenimi parametri, ni definirana v 
standardih organizacije 3GPP. Formula za izračun je sledeča: SINR = S / (N+I). 
Oznaka S označuje moč izmerjenih uporabnih signalov, oznaka I označuje 
povprečno moč motenj in oznaka N označuje šum iz ozadja, ki se nanaša na merjenje 






Slika 40: Jakost sprejetega signala na posameznem mestu 
Zgornja slika prikazuje lokacije, kjer smo opravljali meritve. Barva kvadratkov 
je sorazmerna s povprečno sprejeto jakostjo referenčnega signala (RSRP). Modra 
barva predstavlja najvišjo vrednost. 
 
Tabela 10: Sprejeta moč referenčnega signala 
 Operater A 
Najnižja vrednost -101[dBm] 
Srednja vrednost -90[dBm] 






Slika 41: Histogram: Sprejeta moč referenčnega signala 
 
Tabela 11: Sprejeta moč celotnega signala 
 Operater A 
Najnižja vrednost -83[dBm] 
Srednja vrednost --64[dBm] 
Najvišja vrednost -44[dBm] 
 
 





Tabela 12: Kakovost sprejetega referenčnega signala 
 Operater A 
Najnižja vrednost -15[dB] 
Srednja vrednost -9[dB] 
Najvišja vrednost -9[dB] 
 
 
Slika 43: Histogram: Kakovost sprejetega referenčnega signala 
  
Tabela 13: Razmerje jakosti signala proti jakosti vsote interferenc in šuma 
 Operater A 
Najnižja vrednost -4,4[dB] 
Srednja vrednost 7,5 [dB] 













Današnje obstoječe tehnologije za PPDR, ne omogočajo dovolj visok nivo 
varnosti, visokih prenosnih hitrosti, združljivost med različnimi sistemi in sodobnih 
multimedijsko podprtih širokopasovnih storitev. To lahko močno omejuje, 
profesionalne službe pri opravljanju dela. 
Sistem za javno varnost osnovan na tehnologiji LTE, prinaša številne prednosti 
in učinkovitejše delovanje samega komunikacijskega sistema. Sistem LTE/EPC 
predstavlja globalno razširjeno tehnologijo, kar bi v primeru uporabe za postavitev 
sistema BB PPDR, močno povečalo združjivost namenskih komunikacijskih omrežij 
uporabljenih v posameznih državah EU in širše. Najbolj napredne države, trenutno 
obstoječo tehnologijo PPDR, zamenjujejo z izgradnjo sistema PPDR na osnovi 
tehnologije LTE/EPC. Tehnologijo LTE nekateri označujejo, kot četrto generacijo 
mobilnih omrežji, a ta ne dosega zahtev, ki jih določajo specifikacije ITU-T. Ena 
izmed zahtev, ki jih omrežje LTE ne izpolnjuje, je prenosna hitrost podatkov, ki je 
precej manjša od zahtevanih. Ta, naj bi na povezavi DL, z 20 MHz kanalom dosegala 
prenosno hitrost do 300 Mbit/s, v  povezavi UL pa do 86 Mbit/s. Celotno omrežje je 
osnovano na protokolu IP, kar izpolnjuje zahteve standardov. Omrežje LTE/EPC je 
heterogeno omrežje, kar pomeni, da omogoča interoperabilnost med različnimi 
sistemi. Prenos podatkov se je v zadnjih letih močno povečal, s čimer so se povečale 
tudi zahteve po učinkovitosti sistema. 
Meritve, ki so bile izvedene v praktičnem delu naloge, prikazujejo trenutno 
situacijo komercialnih omrežij in odzivnost oz. zmogljivost sistema LTE/EPC. Prav 
tako, je pri rezultatih posameznih meritev, razvidno ali ti dosegajo oz. presegajo 
standardizirane vrednosti. Meritve so bile izvedene za frekvenčni pas 800 MHz s 
širino kanala 10 MHz. 
BB PPDR na osnovi tehnologije LTE, je dolgoročna prihodnost sistemov 
PPDR. Tehnologija LTE, upraviči pričakovanja za sodoben in učinkovit sistem za 
javno zaščito. Za realizacijo BB PPDR v Sloveniji je potrebno, prvo določiti in 
razpisati frekvenčni pas v območju 700 MHz, posameznim organizacijam oz. 
operaterjem. Najbolj primeren način implementacije, bi bil hibridni scenarij. Z 




Poleg tega, je cenovno ugoden in predstavlja najbolj realno možnost, za 
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