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Coherence assisted non-Gaussian measurement device independent quantum key
distribution
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Department of Physical Sciences, Indian Institute of Science Education and Research (IISER) Mohali,
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Non-Gaussian operations on two mode squeezed vacuum states (TMSV) in continuous variable
measurement device independent quantum key distribution (CV-MDI-QKD) protocols have been
shown to effectively increase the total transmission distances drastically. In this paper we show
that photon subtraction on a two mode squeezed coherent (PSTMSC) state can further improve
the transmission distances remarkably. To that end we also provide a generalized covariance matrix
corresponding to PSTMSC, which has not been attempted before. We show that coherence, defined
as the amount of displacement of vacuum state, along with non-Gaussianity can help improve the
performance of prevalent CV-MDI-QKD protocols. Furthermore, since we use realistic parameters,
our technique is experimentally feasible and can be readily implemented.
I. INTRODUCTION
Quantum key distribution(QKD) protocols [1, 2] pro-
vide a way to carry out unconditionally secure communi-
cation which is not possible in the classical world. Preva-
lent QKD schemes can be divided into two main cate-
gories: discrete variable QKD (DV-QKD) [3, 4] and con-
tinuous variable QKD (CV-QKD) [5–8]. While the DV-
QKD protocols were developed first, CV-QKD are more
readily compatible with current communication technolo-
gies and do not require costly single photon sources or de-
tectors. Protocols based on CV systems have also been
shown to be unconditionally secure against collective at-
tacks [9–13] in the finite key size and asymptotic regime
and have been experimentally implemented [14–16].
One of the main drawbacks of both the schemes is
that in practice the devices being used may themselves
be imperfect which may lead to serious potential secu-
rity vulnerabilities not modelled theoretically. In order
to identify all such security loopholes or side-channels,
it is necessary to fully characterize the devices being
used, which in itself is an arduous task. However, by
clever use of entanglement swapping, it is possible to by-
pass this strict characterization of devices which led to
the development of discrete variable measurement device
independent quantum key distribution(DV-MDI-QKD)
scheme [17, 18]. In this scheme a third untrusted party
performs Bell state measurements, whose results are pub-
licly communicated and used in the process of sharing
the secure key. These protocols have been extensively
analyzed both theoretically [19–21] as well as experimen-
tally [22–24]. Quite soon CV versions of MDI-QKD were
proposed based on similar ideas of entanglement swap-
ping [25–27]. These protocols have also been studied the-
oretically [28–30] and realized experimentally [25]. How-
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ever, the maximal transmission distances were found to
be unsatisfactory as compared to DV-MDI-QKD. Several
investigations have found that non-Gaussian operations,
like photon addition and subtraction can be used to in-
crease the entanglement content of the underlying two
mode squeezed states [31–38]. It is therefore natural to
assume that they can be helpful in improving the max-
imum transmission distances [39, 40] of CV-MDI-QKD.
Specifically, photon subtraction on two mode squeezed
vacuum state (PSTMSV) has been shown to increase
transmission distances [39] as compared to two mode
squeezed vacuum (TMSV) or two mode squeezed coher-
ent (TMSC) state. There have also been indications that
coherence might be useful in improving the efficiency of
CV-MDI-QKD protocols, while most of the analysis has
been restricted to non-Gaussian operations on TMSV
states. However, it should also be noted that applica-
tion of non-Gaussian operations on the TMSC state is
theoretically quite difficult and a tedious task, which to
the best of our knowledge has not been attempted in full
generality before.
In this paper we show that non-Gaussianity coupled
with small displacements (termed as coherence) of the
vacuum state can significantly increase the transmission
distances, with a slight decrease in the maximum achiev-
able secure key rate for the CV-MDI-QKD schemes. We
show that transmission distances can be drastically im-
proved upto 60−70 Kms using the same. Specifically, we
apply photon subtraction on the TMSC state and use it
in a general CV-MDI-QKD scheme. We then show that
several previous CV-MDI-QKD protocols based on either
Gaussian or non-Gaussian resources can be recovered as
special cases of our protocol. We provide the analysis
of secure key rate and explicitly identify coherence as a
new and better resource along with non-Gaussianity for
improving transmission distances of prevalent CV-MDI-
QKD for experimentally realizable parameter range. In
this process we explicitly calculate the covariance matrix
corresponding to k-PSTMSC state, which in itself is quite
interesting and can find application in various other re-
search problems in the field of CV quantum information
2processing.
The paper is organized as follows. In Sec. II we first re-
view the technique of CV-MDI-QKD and provide a mod-
ified version tailored for PSTMSC state which is used
throughout the paper. In Sec. IV we provide numerical
simulations of the performance of PSTMSC state in CV-
MDI-QKD, while in Sec. V we draw conclusions from our
results and look at future aspects.
II. CV-MDI QKD ON PSTMSC
In this section we first review the basic concepts of CV-
MDI-QKD with a focus on its entanglement based (EB)
variant and then move on to explain our protocol based
on photon subtraction on a two mode squeezed coherent
state (PSTMSC).
A. CV-MDI QKD
In the original entanglement based version of CV-MDI-
QKD, two parties Alice and Bob each prepare a TMSV
state with quadrature variances VA and VB. We assume
that VA = VB throughout the paper.
The pairs of modes are labelled as A1, A2 and B1,
B2 respectively for Alice and Bob. Alice and Bob both
transmit one of their modes, A2 and B2, to a third un-
trusted party Charlie via quantum channels with lengths
LAC and LBC respectively, while retaining the modes A1
and B1 with themselves. The total transmission length is
L = LAC + LBC . Charlie interferes the two modes with
the help of a beam splitter (BS) which has two output
modes C and D. He then performs a homodyne measure-
ment of x quadrature on mode C with outcome XC and
p quadrature on mode D with outcome PD and publicly
announces the obtained outcomes {XC , PD}.
With the publicly available knowledge of {XC , PD},
Bob transforms his retained mode B1 to B
′
1 by a dis-
placement operation D(β), where β = g(XC + iPD) and
g is the gain factor. Consequently, the modes A1 and B
′
1
become entangled. Later, Alice and Bob both perform a
heterodyne measurement on the modes A1 and B
′
1 to ob-
tain the outcomes {XA, PA} and {XB, PB} respectively,
which end up being correlated. Finally both the parties
perform information reconciliation and privacy amplifi-
cation to obtain the secret key.
B. Photon subtraction on two mode squeezed
coherent state
In this paper we perform EB CV-MDI-QKD by im-
plementing photon subtraction on a TMSC state. The
additional parameter in our protocol is the fact that we
are starting with coherent state with a finite displace-
ment before squeezing it.
TMSC
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FIG. 1. Scheme of CV-MDI-QKD using PSTMSC state. The
scheme represents various operations performed by several
parties of which Fred and Charlie are untrusted. After dis-
placement of mode B1 by Bob based on results announced by
Charlie, the modes A1 and B
′
1 become correlated.
Furthermore, we assume that Bob performs reverse
reconciliation (RR), which means that outcomes ob-
tained by Bob are taken as reference for Alice to reconcile.
Here, we describe the basic schematic of the protocol is
given in Fig. 1 while relevant calculations are shown in
Appendix with explicit use of phase-space methods, in
particular by using Wigner function description. We de-
scribe the entire protocol through the following steps.
Step 1. Alice prepares a TMSC state |ψ〉A1A2 with vari-
ance VA = cosh(2r) by sending coherent light sources
through a non-linear optical down converter [41], de-
scribed as
|ψ〉A1A2 = S12(r)D1(d)D2(d)|00〉, (1)
where S12(r) = exp[r(aˆ
†
A1
aˆ
†
A2
− aˆA1 aˆA2)] is the squeezing
operator with r as a parameter and Di(d) = exp[d(aˆ
†
Ai
−
aˆAi)] is the displacement operator displacing mode Ai
only along the x quadrature with magnitude d. The cor-
responding Wigner distribution is given byWA1A2(ξ1, ξ2)
(see Appendix A), where ξi ∈ {xi, pi} (i = 1, 2).
Step 2. Alice transmits the mode A2 to another un-
trusted party Fred who mixes the mode A2 with F0
which is initialized to the vacuum state |0〉, through a BS
with transmittivity τ . This transforms the input state
state as UBSA2F0(τ) : |ψ〉A1A2 |0〉F0 → |Ψ〉A1A′2F1 , where
UBSA2F0(τ) stands for the respective BS transformation. In
the same way, corresponding phase-space Wigner distri-
bution changes to W
A1A
′
2F1
(ξ1, ξ2, ξ3) (see Appendix A).
Fred then performs a measurement on mode F1 with a
photon number resolving detector (PNRD) represented
by the POVM {Π,1 − Π}, where Π = |k〉〈k| is a pro-
jection on the k photon state. Only when k photons are
detected on Fred’s side the photon subtraction on the
TMSC state is considered successful. This leads to the
3k-PSTMSC given by |Ψ˜〉k
A1A
′
2
= F1〈k|Ψ〉A1A′2F1 and the
corresponding Wigner function as (Appendix A).
W˜ k
A1A
′
2
(ξ1, ξ2) = (−A)kW 0A1A′2(ξ1, ξ2) Lk
( |ξ12|2
ν2(µ2 − τν2)
)
,
(2)
where A = ν
2(1−τ)
µ2−τν2 , µ = cosh r, ν = sinh r, ξ12 =
ν2
√
τ(x2 + ip2) − µν(x1 − ip1) − d(µ−ν)2 and Lk(x) is
the Laguerre polynomial. W 0
A1A
′
2
(ξ1, ξ2) corresponds to
the Wigner distribution for k = 0 case which signifies
quantum catalysis [36].
It is to be noted that both |Ψ˜〉k
A1A
′
2
and W˜ k
A1A
′
2
(ξ1, ξ2)
are unnormalized. Their normalization is given by the
probability of k photon subtraction, which is given as
P kPS =
∑
m
∑
l
|A1〈m|A′2〈l|Ψ˜〉
k
A1A
′
2
|2
=
∫
dx1dp1
4pi
∫
dx2dp2
4pi
W˜ k
A1A
′
2
(ξ1, ξ2). (3)
In a straightforward calculation it can be shown that (see
Appendix B)
P kPS =
Ak
µ2 − τν2 e
− d2(1−τ)(µ+ν)2
4(µ2−τν2) Lk
(
− d
2(µ+ ν)2
4ν2(µ2 − τν2)
)
.
(4)
Thus the normalized reduced state for mode A1A
′
2 is
given by
|Ψ〉kA1A′2 =
(
P kPS
)− 12 |Ψ˜〉k
A1A
′
2
or,Wk
A1A
′
2
(ξ1, ξ2) =
(
P kPS
)−1
W˜ k
A1A
′
2
(ξ1, ξ2) (5)
The probability of photon subtraction as a function of τ
for various states is shown in Fig. 2. It should be noted
that the value of τ used throughout the paper is opti-
mized to maximize secure transmission length as given in
Eqn. (15) and not maximizing photon subtraction prob-
ability.
We evaluate the corresponding variance matrix in
terms of the moment generating function defined as (see
Appendix C)
C
m,n
i,j =
〈
xi1p
j
1x
m
2 p
n
2
〉
=
∫
dx1dp1
4pi
∫
dx2dp2
4pi
W k
A1A
′
2
(ξ1, ξ2)x
i
1p
j
1x
m
2 p
n
2 .
(6)
We express various moments, e.g., 〈xl1〉 in a compact
notation as 〈xi1〉 = Cm,ni,j δi,lδj,0δm,0δn,0. A straightfor-
ward calculation yields the variance matrix of the k-
PSTMSC to be of the following form
ΣA1A′2 =


V xA 0 V
x
C 0
0 V pA 0 V
p
C
V xC 0 V
x
B 0
0 V pC 0 V
p
B

 , (7)
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FIG. 2. Probability of photon subtraction as a function of BS
transmittance τ . Variance is fixed as VA = 50 and various
plots correspond to 1-PSTMSC (Red dashed), 2-PSTMSC
(Orange dotted), 1-PSTMSV (Purple large dashed), 2-
PSTMSV (Yellow dash dotted) and TMSV (Black solid).
where V ξi , i ∈ {A,B,C} and ξ ∈ {x, p}. After photon
subtraction the mode A′2 is then transmitted to Charlie
via a quantum channel.
Step 3: Bob also prepares a TMSC state with variance
VB = VA and transmits the mode B2 to Charlie.
Step 4: Charlie mixes the two modes A′2 B2 received
from Alice and Bob respectively via a BS to obtain out-
put modes C and D. He then performs a homodyne
measurement of the x quadrature on C and of the p
quadrature on D. The results of these measurements
are declared publicly.
Step 5: Based on the publically declared results, Bob
adequately displaces his retained mode B1 to B
′
1. Conse-
quently, the two modes A1 and B
′
1 are entangled. After-
wards, both the parties perform heterodyne measurement
on the modes A1 and B
′
1 respectively and get correlated
outcomes.
Step 6: Alice and Bob perform information reconcili-
ation and privacy amplification to obtain a secure key
string.
C. Special cases
We now discuss various special cases of PSTMSC state
in the context of CV-MDI-QKD. In particular, we show
that several of the earlier results in CV-MDI-QKD, can
be obtained as limiting cases of our results on PSTMSC.
In the limit k → 0, the PSTMSC state simply reduces
to the TMSC state. This we achieve by setting k = 0
and τ = 1(Fred’s BS transmittivity) in our expression
for the covariance matrix. Since the covariance matrix
for TMSC is identical to that of TMSV, the results ob-
tained for the aforementioned case are identical to the
ones obtained earlier for TMSV. Thus, our results with
PSTMSC in CV-MDI-QKD protocols, in the limit k = 0,
reduces to the earlier results obtained with TMSV [26].
Furthermore, in the limit d→ 0 ∀ k 6= 0, the covariance
matrix of PSTMSC represents photon subtraction on the
4TMSV state. This specific case has already been studied
extensively in several CV-MDI-QKD protocols [39, 42].
Particularly, the previous result on photon subtraction on
TMSV is re-examined as a special case of ours. It has also
been shown that a non-Gaussian post-selection of data is
equivalent to PSTMSV [40, 43]. This implies that our
results, in the limit d → 0, subsume the earlier results
on non-Gaussian CV-MDI-QKD with either photon sub-
traction on TMSV or non-Gaussian post-selection. For
the rest of the paper, while quoting and graphically repre-
senting results for states other than PSTMSC, we indeed
use the limiting process described above on our more gen-
eral state.
III. EAVESDROPPING, CHANNEL
PARAMETERS AND SECURE KEY RATE
The protocol described above requires two quantum
channels and one classical channel. We assume that an
eavesdropper, Eve, performs an entangling cloner attack
on each of the quantum channels. The attacks can be cor-
related with each other, which is known as a two mode at-
tack. However, since the two channels are assumed to be
non-interacting and well separated, the correlated attack
reduces to two independent one-mode collective attacks
on each channel. Under the aforementioned strategy of
Eve, the maximum information gained by her on the key
will be bounded by the Holevo bound, χBE . We note
that the attack considered above is not optimal.
In the following we provide an analysis of various chan-
nel parameters which will be used to calculate the final
secret key. We assume that the two channels have trans-
mittance TA and TB, given as,
TA = 10
−lLAC10 and TB = 10−l
LBC
10 , (8)
where l = 0.2dB/Km is the channel loss. Throughout
the main text we consider two cases:
Symmetric: In this case we consider LAC = LBC , im-
plying Charlie sits midway between Alice and Bob. The
total transmission length in this case is L = 2LAC with
TA = TB.
Asymmetric: In this case, LBC = 0, implying Bob and
Charlie are at the same place. The total transmission
length then becomes L = LAC = LAB with TB = 1.
Bob is the only party who displaces his state and his
outcomes are taken as the reference key to which Alice
reconciles. Due to this inherent asymmetry in the proto-
col itself the two cases above give very different results.
We can define a normalized parameter T associated
with channel transmittance in terms of the only channel
parameter TA as
T =
TAg
2
2
, (9)
where g is the gain of Bob’s displacement operation. The
total channel added noise can then be defined as
χline =
1− T
T
+ εth, (10)
where εth is the thermal excess noise in the equivalent
one-way protocol, calculated as given in [39] and written
as
εth =
TB
TA
(εB − 2) + εA + 2
TA
, (11)
where εA and εB correspond to thermal excess noise in
the respective quantum channels and the gain is taken to
be as
g =
√
2 (VA − 1)
TB (VA + 1)
, (12)
in order to minimize εth.
We also assume that Charlie’s homodyne detectors are
noisy, with excess noise given as
χhomo =
vel + 1− η
η
, (13)
where, vel is the electric noise of the detectors and η is
the efficiency. Therefore, the total noise added because
of the channel and detectors is
χtot = χline +
2χhomo
TA
. (14)
The analysis we present in the following sections is for
perfect homodyne detection by Charlie, i.e. χhomo = 0,
while in Sec. IVD we explicitly discuss the tradeoff be-
tween Charlie’s noise, secure key rate and total transmis-
sion length.
The secure key rate when Eve is assumed to perform a
one-mode collective attack on each quantum channel and
under the aforementioned channel parameters is given as
K = P kPS (βIAB − χBE) , (15)
where IAB is the mutual information between Alice and
Bob and χBE is the Holevo bound between Bob and Eve,
which characterizes Eve’s maximal information on Bob’s
outcomes. It is our intent to optimize various parameters
for maximum secure key rate K, while the rest are kept
fixed throughout the analysis.
The covariance matrix corresponding to the state
ρA1B′1 which is obtained after Step 5. of the protocol
given in Section II B is
ΣA1B′1 =


V xA 0
√
TV xC 0
0 V pA 0
√
TV
p
C√
TV xC 0 TV
′x
B 0
0
√
TV
p
C 0 TV
′p
B

 , (16)
where V ′ξB = V
ξ
B + χtotI2 and V
ξ
B is the variance of
ξ ∈ {x, p} quadrature for Bob’s state.. The mutual in-
formation between Alice and Bob, IAB can then be cal-
culated as,
IAB =
1
2
log2
(
V xAM
V x
AM |BM
)
+
1
2
log2
(
V
p
AM
V
p
AM |BM
)
, (17)
5such that,
V
ξ
AM
=
V
ξ
A + 1
2
, (18)
where V ξ
AM |BM is the conditional variance of Alice’s out-
come conditioned on Bob’s outcome of his heterodyne
measurement and is given as,
V
ξ
AM |BM =
V
ξ
A|B + 1
2
, (19)
where,
V
ξ
A|B = V
ξ
A − V ξC
(
V
ξ
B + I2
)−1
(V ξC)
T . (20)
In order to calculate the upper bound of the informa-
tion obtained by Eve, we assume that she also has access
to Fred’s mode F and her state is then given by ρEF . We
also assume that she can purify ρA1B′1EF . The Holevo
bound χBE between Bob and Eve can then be calculated
as,
χBE = S(ρEF )−
∫
dmBp(mB)S(ρ
mB
EF )
= S(ρA1B′1)− S(ρ
mB′
1
A1
),
(21)
where S(ρ) is the von-Neumann entropy of the state ρ,
mB represents measurement outcomes of Bob with prob-
ability density p(mB) and ρ
mB
EF is the state of Eve condi-
tioned on Bob’s outcome. The covariance matrices cor-
responding to the states ρA1B′1 and ρ
mB′1
A1
are represented
by ΣA1B′1 and Σ
mB′
1
A1
respectively. The von-Neumann en-
tropy S(ρA1B′1) and S(ρ
mB′1
A1
) are functions of symplectic
eigenvalues λ1, λ2 of ΣA1B′1 and λ3 of Σ
mB′
1
A1
which are
given as,
S(ρA1B′1) = G
[
λ1 − 1
2
]
+G
[
λ2 − 1
2
]
, (22)
and
S(ρ
mB′1
A1
) = G
[
λ3 − 1
2
]
, (23)
with,
G(x) = (x+ 1) log2(x+ 1)− x log2 x, (24)
is the von-Neumann entropy of the thermal state.
IV. SIMULATION RESULTS
Having described the protocol in its generality, in this
section we provide numerical results corresponding to op-
timization of some parameters while the rest are kept
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FIG. 3. Plots of LAC as a function of vacuum state dis-
placement d for different values of the secret key for the
symmetric case with one photon subtraction. The different
values of the fixed secret key rate are be K = 10−1 (Red
solid), K = 10−2 (Tiny dashed), K = 10−3 (Dashed) and
K = 10−4 (large dashed). The total transmission length is
L = 2LAC . The other parameters are fixed as VA = 50, η = 1,
εthA = 0.002 = ε
th
B and β = 96%.
fixed. We provide the analysis for both the symmetric
and asymmetric case, respectively.
It was shown in [39] that photon subtraction on a
TMSV state can lead to an increase in transmission dis-
tances for secure key rate for QKD, especially in the ex-
treme asymmetric case, where distances can reach up to
60− 70 kms approximately as compared to 40− 50 kms
achievable using only TMSV. In the following subsections
we show that performing photon subtraction on a TMSC
state can lead to a much better performance as compared
to TMSV.
A. Effect of displacement on distance for a fixed
key rate
Photon subtraction on TMSV state is known to in-
crease transmission distances. We show that transmis-
sion distances can be further improved if we consider
PSTMSC state. We explore the variation of distance
with displacement for symmetric as well extreme asym-
metric case for several fixed values of the key rate. The
results are shown in Figs. 3 and 4.
For the symmetric case, we find that a secure key rate
of 10−4 bits/pulse can be achieved for 0.5 kms more than
what was possible for PSTMSV and is shown in Fig. 3.
A much more significant improvement of approximately
10 kms is possible in the asymmetric case for the same
key rate as shown in Fig. 4.
Both Fig. 3 and Fig. 4 imply an increase in transmis-
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FIG. 4. Plots of LAC as a function of vacuum state
displacement d for different values of the fixed secret key
for the extreme asymmetric case with one photon subtrac-
tion. The different values of the fixed secret key rates are
K = 10−1 (Red solid), K = 10−2 (Tiny dashed), K = 10−3
(Dashed) and K = 10−4 (large dashed). The total transmis-
sion length is L = LAC and parameters are fixed as VA = 50,
εthA = 0.002 = ε
th
B and β = 96%.
sion distance with an increase in coherence with a much
more significant difference in the extreme asymmetric
case. We find that setting the coherence, d = 2, trans-
mission lengths can be significantly improved. However,
it is also seen that larger coherence values are detrimental
to the protocol.
B. Effect of Variance on key rate for a fixed
distance
Like coherence and optimal transmittivity of photon
subtraction, choice of variance also plays a vital role in
CV-MDI-QKD. In Fig. 5 and Fig. 6 we plot secure key
rate as a function of variance of Alice’s PSTMSC state
while keeping all the other parameters fixed. We see that
for a fixed transmission length LAB = 4 kms in the sym-
metric case, the TMSV state outperforms all the other
states including PSTMSC. It is also seen that PSTMSV
state can achieve a higher secure key rate than PSTMSC
for a fixed length and variance. In the extreme asymmet-
ric case, where we fix length LAB = LAC = 20 kms, the
TMSV state still outperforms the other states in terms
of higher secure key rate for lower variance. However,
for variances larger than 250, the other states including
PSTMSV and PSTMSC outperform TMSV. It is also
seen that for extremely small value of variance, PSTMSC
state provides a slightly higher key rate than PSTMSV.
However, we find that a small value of variance, VA = 50,
is enough in order to optimize the protocol for longer
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FIG. 5. Secret key rate as a function of VA in the symmet-
ric case where LAC = LBC = 2 kms and total transmission
distance L = 2LAC . Parameters are fixed as: τ = 0.9, ε
th
A =
0.002 = εthB , β = 96% and displacement d = 2. Various curves
correspond to 1-PSTMSC (Red dashed), 2-PSTMSC (Orange
dotted), 1-PSTMSV (Purple large dashed), 2-PSTMSV (Yel-
low dash dotted) and TMSV (Black solid).
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FIG. 6. Secret key rate as a function of VA in the asymmetric
case where LAC = 20 kms, LBC = 0 and total transmission
distance L = LAC . Parameters are fixed as: τ = 0.9, ε
th
A =
0.002 = εthB , β = 96% and displacement d = 2. Various curves
correspond to 1-PSTMSC (Red dashed), 2-PSTMSC (Orange
dotted), 1-PSTMSV (Purple large dashed), 2-PSTMSV (Yel-
low dash dotted) and TMSV (Black solid).
transmission lengths.
C. Effect of Length on key rate
Equipped with approximate values of τ , a and VA that
maximize transmission distance for PSTMSC, we plot
key rate as a function of LAC in Fig. 7 and Fig. 8 corre-
sponding to symmetric and extreme asymmetric case re-
spectively. In the symmetric case the total transmission
distance is given by LAB = 2LAC, while in the extreme
asymmetric case, LAB = LAC .
We find that for the symmetric case TMSV state offers
better results than any other state in terms of both key
rate and transmission distance. However, for the same
case it is seen that PSTMSC state offers a longer trans-
mission length than PSTMSV while the maximum key
7    

-

-

-

-

-

-




	[]

[


/


	
]
FIG. 7. Secret key rate as a function of LAC in the symmet-
ric case where LAC = LBC , VA = 50 and total transmission
distance L = 2LAC . Parameters are fixed as: τ = 0.9, ε
th
A =
0.002 = εthB , β = 96% and coherence d = 2. Various curves
correspond to 1-PSTMSC (Red dashed), 2-PSTMSC (Orange
dotted), 1-PSTMSV (Purple large dashed), 2-PSTMSV (Yel-
low dash dotted) and TMSV (Black solid).
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FIG. 8. Secret key rate as a function of LAC in the asym-
metric case where LBC = 0, VA = 50 and total transmission
distance L = LAC . Parameters are fixed as: τ = 0.9, ε
th
A =
0.002 = εthB , β = 96% and displacement d = 2. Various curves
correspond to 1-PSTMSC (Red dashed), 2-PSTMSC (Orange
dotted), 1-PSTMSV (Purple large dashed), 2-PSTMSV (Yel-
low dash dotted) and TMSV (Black solid).
rate achievable by the former is less than the latter.
The advantage of using PSTMSC is apparent in the ex-
treme asymmetric case where it significantly outperforms
the others by approximately 10 kms while its maximum
achievable key rate is still the least.
From the above it is clear that a small amount of coher-
ence is actually favorable if maximizing the transmission
distance. Although offering lesser key rate, PSTMSC
state can drastically increase the distances upto which
QKD can be performed. Furthermore, real experiments
rarely deal with squeezed vacuum states which are also
harder to prepare than squeezed coherent states. Our re-
sults make it evident that it is highly advantageous if a
squeezed coherent light source is used instead of squeezed
vacuum.
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FIG. 9. Secret key rate as a function of η in the asym-
metric case where LAC = 20 kms and VA = 50 with total
transmission distance L = LAC . Parameters are fixed as:
τ = 0.9, εthA = 0.002 = ε
th
B , β = 96%, displacement d = 2 and
νel = 0.01. Various curves correspond to 1-PSTMSC (Red
dashed), 2-PSTMSC (Orange dotted), 1-PSTMSV (Purple
large dashed), 2-PSTMSV (Yellow dash dotted) and TMSV
(Black solid).
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FIG. 10. Secret key rate as a function of LAC in the asym-
metric case where VA = 50 and total transmission distance
L = LAC . Parameters are fixed as: τ = 0.9, ε
th
A = 0.002 =
εthB , β = 96%, displacement d = 2 and detector efficiency
η = 0.995. Various curves correspond to 1-PSTMSC (Red
dashed), 2-PSTMSC (Orange dotted), 1-PSTMSV (Purple
large dashed), 2-PSTMSV (Yellow dash dotted) and TMSV
(Black solid).
D. Noisy homodyne detectors
Noise and efficiency of Charlie’s homodyne detection
also plays a major role in optimizing the total transmis-
sion length of the protocol. We find that the efficiency of
the detectors needs to be close to unity to maintain trans-
mission lengths upto 30 kms as is evident in Fig. 10. A
drastic drop of approximately 30 kms in the transmission
length is observed for even a small detector inefficiency
of η = 0.995 and νel = 0.01. Furthermore, the range for
tolerable detector efficiency η can be made as low as 86%
for smaller transmission distances. From Fig. 9 it is also
seen that PSTMSC state is more robust than PSTMSV
and TMSV against detection inefficiencies which is also
evident in Fig. 10.
8V. CONCLUSION
In this paper we showed that PSTMSC states have an
advantage over PSTMSV in terms of the distance over
which QKD can be carried out. To that end we explicitly
derive the covariance matrix for PSTMSC state, which to
the best of our knowledge has not been attempted before.
Using the same in CV-MDI-QKD, we find that for perfect
homodyne detectors, and a small amount of coherence
d = 2, the transmission distances can be made as large
as 70 kms in the extreme asymmetric case which is con-
siderably longer than what is achievable with PSTMSV.
However, the same effects are not noticeable in the sym-
metric case. We also find that transmission distances of
PSTMSC MDI QKD can achieve a maximum value of 30
kms under noisy homodyne detectors of Charlie, which
is suitable for a small metropolitan city. This distance
is again significantly higher than what can be achieved
with PSTMSV with noisy homodyne detectors, imply-
ing that PSTMSC is a better candidate for long distance
CV-MDI-QKD. Furthermore, we showed that many of
the previous results of CV-MDI-QKD can be obtained
as limiting cases of the PSTMSC based CV-MDI-QKD
protocol. We emphasize that, while non-Gaussian oper-
ations on TMSV have been well studied, the same is not
true for TMSC states. The covariance matrix computed
here is expected to be useful to characterize the prop-
erties of such states and will find further application in
various information processing tasks.
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Appendix A: Wigner Distribution for k-PSTMSC
state
A1
TMSC{
A2 A′2
} k-PSTMSC
F0
|0〉〈0|
PNRD
|k〉〈k|
A1
FIG. 11. A TMSC state is passed through the modes A1 A2
while mode F0 is initialized to vacuum |0〉〈0|. Photon number
resolving detector (PNRD) given by the POVM {Π,1 − Π},
where Π = |n〉〈n| is applied to mode F0.
In this section we provide detailed calculations for eval-
uating the Wigner distribution for k-PSTMSC state. We
start with a TMSC state and a third mode initialized to
the vacuum state. After mixing the vacuum state with
one of the modes of TMSC by the use of a BS, we per-
form a k photon number detection on the third mode.
Consequently, the TMSC state is then transformed to a
k-PSTMSC. The basic schematic of photon subtraction
on a TMSC is shown in Fig. 11.
We start with the Wigner distribution for TMSC. In
shot noise unit (SNU), for a two-mode squeezed coherent
state (TMSC), i.e., ρA1A2 = Sab(r) |d, d〉, with Sab(r) =
er(a
†b†−ab), its Wigner distribution is given by
WA1A2(ξ1, ξ2) = 4e
−d2e−
µ2+ν2
2 (x
2
1+p
2
1+x
2
2+p
2
2)+2µν(x1x2−p1p2)+d(µ−ν)(x1+x2), (A1)
where µ = cosh r and ν = sinh r and the normalization
is given by
∫
dx1dp1
4pi
∫
dx2dp2
4pi WA1A2(ξ1, ξ2) = 1 such that
ξi = {xi, pi} (i = 1, 2). On the other hand, Wigner
distribution for a single mode photon number state is
given by
Wn(ξ) = 2(−1)ne−x
2+p2
2 Ln(x
2 + p2)
=
2(−1)ne−x
2+p2
2
n!
∂nη ∂
n
ζ
[
eηζ+(x+ip)η−(x−ip)ζ
]
η=0
ζ=0
,
(A2)
where Ln(x) is the Laguerre polynomial. Wigner Dis-
tribution for the vacuum (W 0(ξ)) could be trivially ob-
tained by setting n = 0.
The tripartite Wigner distribution for Alice,
Bob in TMSC and Fred in vacuum is given by
WA1A2F0(ξ1, ξ2, ξ3) = WA1A2(ξ1, ξ2)W
0
F0
(ξ3). Let’s
consider the mixing of modes ”A2” and ”F” through
BS with transmittivity τ for which quadrature variables
transform as
(
ξ2
ξ3
)
→
(
ξ
′
2
ξ
′
3
)
= SBS
(
ξ2
ξ3
)
, where
SBS =


√
τ 0
√
1− τ 0
0
√
τ 0
√
1− τ
−√1− τ 0 √τ 0
0 −√1− τ 0 √τ

 (A3)
is the BS transformation matrix. It is well-known that
under a linear canonical transformation of the quadrature
variables ξ → ξ′ = Sξ, Wigner distribution changes as
S : W (ξ) → W (S−1ξ). Consequently, under BS mixing
input Wigner distributionWA1A2F0(ξ1, ξ2, ξ3) changes as,
9WA1A2F0(ξ1, ξ2, ξ3)
BS−−→W
A1A
′
2F1
(ξ1, ξ2, ξ3)
= 8e−d
2
e−
µ2+ν2
2 (x
2
1+p
2
1)+d(µ−ν)x1e−
µ2−(1−2τ)ν2
2 (x
2
2+p
2
2)+2µν
√
τ(x1x2−p1p2)+d
√
τ(µ−ν)x2 ×
e−
µ2+(1−2τ)ν2
2 (x
2
3+p
2
3)+(2ν
√
1−τ(ν√τx2−µx1)−d
√
1−τ(µ−ν))x3+2ν
√
1−τ(ν√τp2+µp1)p3 . (A4)
The Wigner distribution for k-PSTMSC can then be written as,
W˜ k
A1A
′
2
(ξ1, ξ2) =
∫
dx3dp3
4pi
W
A1A
′
2F1
(ξ1, ξ2, ξ3) W
k
F1
(ξ3)
= 16
(−1)k
k!
e−d
2
e−
µ2+ν2
2 (x
2
1+p
2
1)+d(µ−ν)x1e−
µ2−(1−2τ)ν2
2 (x
2
2+p
2
2)+2µν
√
τ(x1x2−p1p2)+d
√
τ(µ−ν)x2 ∂kη∂
k
ζ
[
eηζ ×∫
dx3dp3
4pi
e−(µ
2−τν2)(x23+p23)+((η−ζ)+2ν
√
1−τ(ν√τx2−µx1)−d
√
1−τ(µ−ν))x3+(i(η+ζ)+2ν
√
1−τ(ν√τp2+µp1))p3
]
η=0
ζ=0
=
4(−1)k
k!(µ2 − Tν2)e
−d2e−
µ2+ν2
2 (x
2
1+p
2
1)+d(µ−ν)x1e−
µ2−(1−2τ)ν2
2 (x
2
2+p
2
2)+2µν
√
τ(x1x2−p1p2)+d
√
τ(µ−ν)x2 ×
∂kη∂
k
ζ
[
eηζe
1
4(µ2−τν2)
{
((η−ζ)+2ν
√
1−τ(ν√τx2−µx1)−d
√
1−τ(µ−ν))2+(i(η+ζ)+2ν
√
1−τ(ν√τp2+µp1))2
}]
η=0
ζ=0
=
4(−1)k
k!(µ2 − τν2)e
−d2e−
µ2+ν2
2 (x
2
1+p
2
1)+d(µ−ν)x1e−
µ2−(1−2τ)ν2
2 (x
2
2+p
2
2)+2µν
√
τ(x1x2−p1p2)+d
√
τ(µ−ν)x2 ×
e
ν2(1−τ)
µ2−τν2 {(ν
√
τx2−µx1)2+(ν
√
τp2+µp1)
2}
e
d2(1−τ)(µ−ν)2
4(µ2−τν2) e
−dν(µ−ν)(1−τ)
µ2−τν2 (ν
√
τx2−µx1) ×
∂kη∂
k
ζ
[
e
ν2(1−τ)
µ2−τν2 ηζ+
√
1−τ
µ2−τν2 {ν2√τ(x2+ip2)−µν(x1−ip1)− d(µ−ν)2 }η−
√
1−τ
µ2−τν2 {ν2√τ(x2−ip2)−µν(x1+ip1)− d(µ−ν)2 }ζ
]
η=0
ζ=0
= (−A)kW 0
A1A
′
2
(ξ1, ξ2) Lk
( |ξ12|2
ν2(µ2 − τν2)
)
, (A5)
where,
A =
ν2(1 − τ)
(µ2 − τν2) ; ξ12 = ν
2
√
τ(x2 + ip2)− µν(x1 − ip1)− d(µ− ν)
2
and
W 0
A1A
′
2
(ξ1, ξ2) =
4
µ2 − τν2 e
−d2e−
µ2+ν2
2 (x
2
1+p
2
1)−µ
2−(1−2τ)ν2
2 (x
2
2+p
2
2)+2µν
√
τ(x1x2−p1p2)+d(µ−ν)(x1+
√
τx2)e
1−τ
µ2−τν2 |ξ12|
2
.
(A6)
Appendix B: Probability for k-PSTMSC
In this section we calculate the probability of success-
fully subtracting k photons from a TMSC state. This
probability will also serve as a normalization to the
Wigner distribution as derived above.
Probability of k-photon subtraction is obtained by in-
tegrating the resultant Wigner distribution, i.e., P (k) =∫
dx1dp1
4pi
∫
dx2dp2
4pi W
k
A1A
′
2
(ξ1, ξ2). In a straightforward cal-
culation it could be shown that
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P kPS = (−A)k
∫
dx1dp1
4pi
∫
dx2dp2
4pi
W 0
A1A
′
2
(ξ1, ξ2) Lk
( |ξ12|2
ν2(µ2 − τν2)
)
=
(−1)k
k!(µ2 − τν2)e
−
(
1− (1−τ)(µ−ν)2
4(µ2−τν2)
)
d2
∂kη∂
k
ζ
[
e
ν2(1−τ)
µ2−τν2 ηζ−
d(µ−ν)√1−τ
2(µ2−τν2) (η−ζ) ×∫
dx1dp1
2pi
e
− µ2+τν2
2(µ2−τν2) (x
2
1+p
2
1)+
1
µ2−τν2 {d(µ−τν)−µν
√
1−τ(η−ζ)}x1+ iµν√1−τ
µ2−τν2 (η+ζ)p1 ×∫
dx2√
2pi
e
− µ2+τν2
2(µ2−τν2)x
2
2+
√
τ
µ2−τν2 {2µνx1+ν2
√
1−τ(η−ζ)+d(µ−ν)}x2
∫
dp2√
2pi
e
− µ2+τν2
2(µ2−τν2)p
2
2−
√
τ
µ2−τν2 {2µνp1−iν2
√
1−τ(η+ζ)}p2]
η=0
ζ=0
=
(−1)k
k!(µ2 − Tν2)
µ2 − τν2
µ2 + τν2
e
−
{
1− (1−τ)(µ−ν)2
4(µ2−τν2) −
(µ−ν)2τ
2(µ4−τ2ν4)
}
d2
∂kη∂
k
ζ
[
e
ν2(1−τ)
µ2+τν2
ηζ− d(µ−ν)
√
1−τ
2(µ2+τν2)
(η−ζ) ×∫
dx1√
2pi
e
− µ2−τν2
2(µ2+τν2)
x21+
1
µ2+τν2
{d(µ+τν)−µν√1−τ(η−ζ)}x1
∫
dp1√
2pi
e
− µ2−τν2
2(µ2+τν2)
p21+
iµν
√
1−τ
µ2+τν2
(η+ζ)p1
]
η=0
ζ=0
=
(−1)k
k!(µ2 − τν2)e
−
{
1− (1−τ)(µ−ν)2
4(µ2−τν2) −
(µ−ν)2τ
2(µ4−τ2ν4)−
(µ+τν)2
2(µ4−τ2ν4)
}
d2 × ∂kη∂kζ
[
e
− ν2(1−τ)
µ2−τν2 ηζ−
d(µ+ν)
√
1−τ
2(µ2−τν2) η+
d(µ+ν)
√
1−τ
2(µ2−τν2) ζ
]
η=0
ζ=0
=
Ak
µ2 − τν2 e
− (1−τ)(µ+ν)2
4(µ2−τν2) d
2
Lk
(
− d
2(µ+ ν)2
4ν2(µ2 − τν2)
)
. (B1)
Thus the normalized Wigner distribution for k-
PSTMSC is given by
W k
A1A
′
2
(ξ1, ξ2) =
(
P kPS
)−1
W˜ k
A1A
′
2
(ξ1, ξ2) (B2)
Appendix C: Co-variance Matrix for k-PSTMSC
In this section we derive the co-variance matrix for the
k-PSTMSC state by using moment generating functions.
The moment generating function for the k-PSTMSC is
given by
11
C
m,n
i,j =
〈
xi1p
j
1x
m
2 p
n
2
〉
=
1
P kPS
∫
dx1dp1
4pi
∫
dx2dp2
4pi
W˜ k
A1A
′
2
(ξ1, ξ2)x
i
1p
j
1x
m
2 p
n
2
=
1
P kPS
∂ia∂
j
b∂
m
s ∂
n
t
[∫
dx1dp1
4pi
∫
dx2dp2
4pi
W˜ k
A1A
′
2
(ξ1, ξ2)e
ax1+bp1+sx2+tp2
]
a=0,b=0
s=0,t=0
=
1
P kPS
(−1)k
k!(µ2 − τν2)e
−
(
1− (1−τ)(µ−ν)2
4(µ2−τν2)
)
d2
∂ia∂
j
b∂
m
s ∂
n
t ∂
k
η∂
k
ζ
[
e
ν2(1−τ)
µ2−τν2 ηζ−
d(µ−ν)√1−τ
2(µ2−τν2) (η−ζ) ×∫
dx1dp1
2pi
e
− µ2+τν2
2(µ2−τν2) (x
2
1+p
2
1)+
1
µ2−τν2 {d(µ−τν)−µν
√
1−τ(η−ζ)+a(µ2−τν2)}x1+
{
iµν
√
1−τ
µ2−τν2 (η+ζ)+b
}
p1 ×∫
dx2√
2pi
e
− µ2+τν2
2(µ2−τν2)x
2
2+
√
τ
µ2−τν2
{
2µνx1+ν
2√1−τ(η−ζ)+d(µ−ν)+sµ2−τν2√
τ
}
x2
∫
dp2√
2pi
e
− µ2+τν2
2(µ2−τν2) p
2
2−
√
τ
µ2−τν2
{
2µνp1−iν2
√
1−τ(η+ζ)−tµ2−τν2√
τ
}
p2
]
a=0,b=0,η=0
s=0,t=0,ζ=0
=
1
P kPS
(−1)k
k!(µ2 + τν2)
e
−
{
1− (1−τ)(µ−ν)2
4(µ2−τν2) −
(µ−ν)2τ
2(µ4−τ2ν4)
}
d2
∂ia∂
j
b∂
m
s ∂
n
t
[
e
d(µ−ν)√τ
µ2+τν2
c+ µ
2−τν2
2(µ2+τν2)
(s2+t2) ×
∂kη∂
k
ζ
[
e
ν2(1−τ)
µ2+τν2
ηζ−
{
d(µ−ν)√1−τ
2(µ2+τν2)
− ν
2
√
τ(1−τ)
µ2+τν2
s
}
(η−ζ)+ iν
2t
√
τ(1−τ)
µ2+τν2
(η+ζ) ×∫
dx1√
2pi
e
− µ2−τν2
2(µ2+τν2)
x21+
1
µ2+τν2
{d(µ+τν)−µν√1−τ(η−ζ)+a(µ2+τν2)+2µν√τs}x1×∫
dp1√
2pi
e
− µ2−τν2
2(µ2+τν2)
p21+
µν
µ2+τν2
{
i
√
1−τ(η+ζ)−2√τt+bµ2+τν2
µν
}
p1
]
η=0
ζ=0
]
a=0,b=0
s=0,t=0
=
1
P kPS
(−1)k
k!(µ2 − τν2)e
− (1−τ)(µ+ν)2
4(µ2−τν2) d
2
× ∂ia∂jb∂ms ∂nt
[
e
µ2+τν2
2(µ2−τν2)(a
2+b2+s2+t2)+ 2µν
√
τ
µ2−τν2 (as−bt) ×
e
µ+τν
µ4−τ2ν4 {a(µ2+τν2)+2µν√τs}d × ∂kη∂kζ
[
e
− ν2(1−τ)
µ2−τν2 ηζe
− Z
√
1−τ
2(µ2−τν2) η+
Z∗√1−τ
2(µ2−τν2) ζ
]
η=0
ζ=0
]
a=0,b=0
s=0,t=0
=
1
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
)∂ia∂jb∂ms ∂nt [e µ2+τν22(µ2−τν2) (a2+b2+s2+t2)+ 2µν
√
τ
µ2−τν2 (as−bt)+
µ+τν
µ4−τ2ν4 {a(µ2+τν2)+2µν√τs}d ×
Lk
(
− |Z|
2
4ν2(µ2 − τν2)
)]
a=0,b=0
s=0,t=0
, (C1)
where Z = d(µ + ν) + 2µν(a − ib) + 2√τν2(s + it). We express various moments, e.g., 〈xl1〉 in a compact notation
as 〈xi1〉 = Cm,ni,j δi,lδj,0δm,0δn,0. This easily leads to,
〈x1〉 = Cm,ni,j δi,1δj,0δm,0δn,0
=
1
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
)∂a
[
e
µ2+τν2
2(µ2−τν2)a
2+ d(µ+τν)
µ2−τν2 a × Lk
(
− (d(µ+ ν) + 2µνa)
2
4ν2(µ2 − τν2)
)]
a=0
=
d(µ+ τν)
µ2 − τν2 +
dµ(µ+ ν)
ν(µ2 − τν2)
L1k−1
(
− d2(µ+ν)24ν2(µ2−τν2)
)
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
) (C2a)
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〈
x21
〉
= Cm,ni,j δi,2δj,0δm,0δn,0
=
1
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
)∂2a
[
e
µ2+τν2
2(µ2−τν2)a
2+
d(µ+τν)
µ2−τν2 a × Lk
(
− (d(µ+ ν) + 2µνa)
2
4ν2(µ2 − τν2)
)]
a=0
=
(
d(µ+ τν)
µ2 − τν2
)2
+
µ2 + τν2
µ2 − τν2 + 2
{
d2µ(µ+ ν)(µ+ τν)
ν(µ2 − τν2)2 +
µ2
µ2 − τν2
} L1k−1 (− d2(µ+ν)24ν2(µ2−τν2))
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
) +
d2µ2(µ+ ν)2
ν2(µ2 − τν2)2
L2k−2
(
− d2(µ+ν)24ν2(µ2−τν2)
)
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
) (C2b)
V xA =
〈
x21
〉− 〈x1〉2
=
µ2 + τν2
µ2 − τν2 +
2µ2
µ2 − τν2
L1k−1
(
− d2(µ+ν)24ν2(µ2−τν2)
)
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
) + d2µ2(µ+ ν)2
ν2(µ2 − τν2)2
{
L2k−2
(
− d2(µ+ν)24ν2(µ2−τν2)
)
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
)
−

L1k−1
(
− d2(µ+ν)24ν2(µ2−τν2)
)
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
)


2}
(C2c)
〈p1〉 = Cm,ni,j δi,0δj,1δm,0δn,0
=
1
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
)∂b
[
e
µ2+τν2
2(µ2−τν2) b
2
× Lk
(
−|d(µ+ ν)− 2iµνb|
2
4ν2(µ2 − τν2)
)]
b=0
= 0 (C3a)
V
p
A =
〈
p21
〉
= Cm,ni,j δi,0δj,2δm,0δn,0
=
1
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
)∂2b
[
e
µ2+τν2
2(µ2−τν2)a
2
× Lk
(
−|d(µ+ ν) − 2iµνb|
2
4ν2(µ2 − τν2)
)]
b=0
=
µ2 + τν2
µ2 − τν2 +
2µ2
µ2 − τν2
L1k−1
(
− d2(µ+ν)24ν2(µ2−τν2)
)
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
) (C3b)
〈x2〉 = Cm,ni,j δi,0δj,0δm,1δn,0
=
1
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
)∂s
[
e
µ2+τν2
2(µ2−τν2) s
2+ 2dµν(µ+τν)
√
T
µ4−τ2ν4 s × Lk
(
− (d(µ+ ν) + 2ν
2
√
τs)2
4ν2(µ2 − τν2)
)]
c=0
=
2dµν(µ+ τν)
√
τ
µ4 − τ2ν4 +
d(µ+ ν)
(µ2 − τν2)
L1k−1
(
− d2(µ+ν)24ν2(µ2−τν2)
)
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
) (C4a)
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〈
x22
〉
= Cm,ni,j δi,0δj,0δm,2δn,0
=
1
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(
− d2(µ+ν)24ν2(µ2−τν2)
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[
e
µ2+τν2
2(µ2−τν2) s
2+ 2dµν(µ+τν)
√
τ
µ4−τ2ν4 s × Lk
(
− (d(µ+ ν) + 2ν
2√τs)2
4ν2(µ2 − τν2)
)]
c=0
=
(
2dµν(µ+ τν)
√
τ
µ4 − τ2ν4
)2
+
µ2 + τν2
µ2 − τν2 + 2
{
2d2µντ(µ + ν)(µ+ τν)
(µ2 − τν2)(µ4 − τ2ν4) +
ν2τ
µ2 − τν2
} L1k−1 (− d2(µ+ν)24ν2(µ2−τν2))
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
) +
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(µ2 − τν2)2
L2k−2
(
− d2(µ+ν)24ν2(µ2−τν2)
)
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
) (C4b)
V xB =
〈
x22
〉− 〈x2〉2
=
µ2 + τν2
µ2 − τν2 +
2ν2τ
µ2 − τν2
L1k−1
(
− d2(µ+ν)24ν2(µ2−τν2)
)
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
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{
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(
− d2(µ+ν)24ν2(µ2−τν2)
)
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
)
−

L1k−1
(
− d2(µ+ν)24ν2(µ2−τν2)
)
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
)


2}
(C4c)
〈p2〉 = Cm,ni,j δi,0δj,0δm,0δn,1
=
1
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
)∂t
[
e
µ2+τν2
2(µ2−τν2) t
2
× Lk
(
−|d(µ+ ν) + 2iν
2√τt|2
4ν2(µ2 − τν2)
)]
d=0
= 0 (C5a)
V
p
B =
〈
p22
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= Cm,ni,j δi,0δj,0δm,0δn,2
=
1
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
)∂2t
[
e
µ2+τν2
2(µ2−τν2) t
2
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(
−|d(µ+ ν) + 2iν
2
√
τt|2
4ν2(µ2 − τν2)
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d=0
=
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µ2 − τν2 +
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µ2 − τν2
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(
− d2(µ+ν)24ν2(µ2−τν2)
)
Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
) (C5b)
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〈x1x2〉 = Cm,ni,j δi,1δj,0δm,1δn,0
=
1
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√
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√
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√
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(
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2
√
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c=0
=
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Lk
(
− d2(µ+ν)24ν2(µ2−τν2)
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√
τ
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(
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(
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√
τ
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(
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2(µ+ ν)2
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(
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√
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√
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√
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√
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√
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d2(µ+ ν)(µ+ τν)
√
τ
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√
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V xC = 〈x1x2〉 − 〈x1〉〈x2〉
=
2µν
√
τ
µ2 − τν2 +
2µν
√
τ
µ2 − τν2
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(
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(
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
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
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
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√
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