The collaborative combat of manned/unmanned aerial vehicles (MAVs/UAVs) is a popular topic in combat application research. It maximizes the autonomous combat capability of UAVs and the control capability of MAVs. Furthermore, it improves the comprehensive combat effectiveness. The quantitative description of intercommunication in different aircrafts along with the evaluation of the collaborative combat capability is an emphasis in military research. This paper analyzes the collaborative combat process. Node and edge models are established in the MAV/UAV collaborative network. The intercommunication and combat behaviors among combat entities are analyzed. Based on the information entropy, the effect of capability uncertainties on the collaborative combat is described quantitatively. An evaluation method of the MAV/UAV collaborative combat capability is proposed. Finally, an example is given to demonstrate the proposed model and evaluation method that prove its feasibility and effectiveness.
Introduction
With the development of aviation technology and the increasing military demands, the research and development (R&D) of unmanned aerial vehicles (UAVs) has gradually developed trends of generalization and serialization [1] . The role of UAVs on the battlefield has gradually transitioned from reconnaissance to aerial battle [2] . However, because the intelligent systems of UAVs cannot replace human thinking and judgment, UAVs cannot easily perform complex combat missions independently [3] . Therefore, a mode of collaborative combat of manned/unmanned aerial vehicle (MAV/UAV) has emerged.
The collaborative combat systems of MAV/UAV make full use of the advantages of UAVs, such as their low cost, zero life risk, strong maneuverability, and powerful survival ability [4] , which compensate for their disadvantages, such as their low intelligence and weak ability in handing emergencies. Collaborative combat systems reduce the cost of using manned aircrafts to execute dangerous tasks and changes in air combat patterns. The collaborative combat capability of MAV/UAV in systemic confrontation has been significantly improved in the information age.
MAV/UAV collaborative systems are becoming a new area of research in the field of aviation, but experts generally concentrate on the equipment itself. For future air combat, relevant research results about how to determine index systems of MAV/UAV collaborative combat and evaluate their combat capability have not been found.
Developing a reasonable model and description of the collaborative combat architecture is the primary task for collaborative combat systems. With the deepening knowledge of equipment systems, the Department of Defense Architecture Framework (Do DAF) [5, 6] , proposed by the US Army, has been unable to reflect the complexity, connectivity, and networking features of the combat process. To remedy this limitation, experts have explored new methods to make the model more reasonable. Boyd proposed an OODA model [7] that regards the combat process as a dynamic cycle consisting of the following four links: observe, orient, decide, and act. Based on this model, Cares established a static model [8, 9] . Military equipment were abstracted into four types of network nodes, and the transmissions of information, material, and energy in the battle process were expressed by the edges. By combining the complex network with the agent method, Dekker extended the traditional network method and proposed a C4ISR model [10] , showing that the use of complex networks to study combat processes could improve decision-making. The model not only determined the key elements in the combat cycle but also improved the communication and workflow of the combat systems. Tolk et al. [11] improved the information age model established by Cares but did not consider the impact of node performance on combat effectiveness [12, 13] . Most current research on capability assessments is based on the model of a traditional index system [14, 15] , which is decomposed by a hierarchy analysis process. Such research ignores the influence of interactions among entities on the capability of the overall collaborative combat systems.
The advancement of information technology has improved the strength of the interactive relationship between military equipment, which has a significant impact on modern warfare. This improvement was motivated by the consideration that the simple superposition of the equipment performances alone cannot adequately evaluate the ability of a whole system. Therefore, when representing the combat capability of the systems, the coordination relationship among the military equipment must be considered. In particular, during the MAV/UAV collaborative combat process, different types of aircraft have great discrepancies in flight speed, information transmission, and applicable combat tasks, which form a heterogeneous feature. The heterogeneous node integration and collaborative combat capability evaluation are not discussed in the literatures.
When studying collaborative combat systems, the primary task is to reasonably model and describe the collaborative combat architecture. The systems are used to evaluate the MAV/UAV collaborative combat capability via the construction of reasonable indexes or the adoption of effective methods and to locate the flaws and deficiencies of the combat capability. The results can be used as a theoretical basis to optimize the architecture to effectively improve the combat capability of the entire system.
In summary, for a deeper understanding of the MAV/ UAV collaborative combat systems, this paper describes the information transmission relationship among military equipment. Based on the operation loop, network node and edge models of the MAV/UAV collaborative combat systems are established and analyzed. The uncertainty influence on the capability of the collaborative combat is measured according to information entropy [16, 17] . A new method for evaluating the MAV/UAV collaborative combat capability is proposed. Research on the modeling and capability evaluation methods of MAV/UAV collaborative combat systems is the cornerstone of research on the complete collaborative combat systems. The research provides a quantitative decision basis for military R&D and the procurement of new aircraft types. Moreover, it delivers a reliable basis for the R&D of the combat guiding ideology and tactics.
Network Model of MAV/UAV Collaborative Combat
Establishing a network model is a precondition for studying MAV/UAV collaborative combat systems. According to network theory, nodes and edges are the most essential factors. Since the combat network is an abstract based on military equipment and enemy targets, each element must be described as a node or edge of the combat network.
Combat Network Model.
In collaborative combat systems, combat equipment with different functions, such as detection, communication, command, and attack, are closely linked and constitute a network through unidirectional edges. The systems include a collaborative sensing network, collaborative decision network, and collaborative attack network. This paper regards the enemy targets and combat equipment that can independently accomplish combat activities as network nodes and regards the information transformation and combat activities as network edges.
Network Nodes.
According to the combat network model [8, 9] proposed by Cares and the OODA cycle model [7] , the nodes are divided into the sensors (manned reconnaissance aircraft S 1 and unmanned reconnaissance aircraft S 2 ), decision-makers (manned director aircraft D 1 and unmanned director aircraft D 2 ), influencers (manned fighter I 1 and unmanned fighter I 2 ), and the target T. The network nodes are shown in Figure 1 . 
n φ . The target node T and its properties are expressed as
, where x T j j = 1, 2,⋯,7 is the camouflage coefficient, survivability coefficient, maneuvering velocity, warning time, anti-infrared coefficient, antiradar coefficient, and antioptical coefficient, respectively.
The sensor node S and its properties are expressed as
, where x S j j = 1, 2,⋯,10 is the maneuvering velocity, scan frequency, maximum detection range, detection precision, identification probability, communication coverage, transmission rate, communication quality, capacity, and delay, respectively.
The decision-maker node D and its properties are expressed as (1) T-S: the T-S edge mainly measures the reconnaissance ability of sensor node S, which can be measured from the following three aspects: finding, tracking, and recognition.
The finding ability p f is expressed as follows:
where g i represents the probability that S can find T in its ith detection. If the search probability of sensor node S p search and the hiding probability of enemy target T p hide are considered, then
where k is an environmental parameter (here, k = 0 9), R x represents the weight of each index.
Regarding the tracking ability p t , if the tracking probability of sensor node S p tr and the antitrack probability of enemy target T p z are considered, then
where k z is an environmental parameter (here, k = 0 9). The recognition ability p r is equal to the membership function R x S
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. E T−S represents the reconnaissance ability of T-S and is expressed as follows:
where ω i i ∈ f , t, r represents the weights of finding, tracking, and recognition. 3 International Journal of Aerospace Engineering (2) S-S: the S-S edge indicates that unmanned reconnaissance aircraft S 2 sends information (Inform 2 ) to manned reconnaissance aircraft S 1 . On the one side, S 1 searches for enemy target information (Inform 1 ), and on the other side, Inform 2 is combined with Inform 1 to obtain other important information. These two steps embody the emergence and cooperativity of the combat systems. The S-S edge mainly measures the information transmission ability of sensor node S. p i i = 1, 2,⋯,5 represents the communication coverage, transmission rate, communication quality, capacity, and delay, respectively, as follows:
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9 E S−S represents the information transmission ability of S-S and is expressed as follows:
where R i represents the membership function of
the S-D edge indicates that information collected by sensor node S is transmitted to decisionmaker node D. According to the characteristics of S-D, the information transmission ability between these nodes is mainly considered. The information transmission ability of S-D is shown as follows: 
E 2 represents the information processing ability of D 2 and is expressed as follows:
where R i represents the membership function of x
and is expressed as follows: 
(6) D-S: the D-S edge indicates that decision-maker node D conveys commands to sensor node S such that S can further detect, track, and identify the enemy targets to obtain more specific information. When determining the command and control ability of D-S, the information transmission ability of D-S and information processing ability of D must be considered. E D−S represents the command and control ability of D-S and can be expressed as follows:
(7) D-I: the D-I edge indicates that decision-maker node D conveys attack commands to influencer node I. The D-I edge depends on the information transmission ability, which is shown as follows:
(8) I-T: the I-T edge mainly measures the attack ability of influencer node I, which can be measured by hit probability p h and damage probability p d . p h is defined as follows:
4 International Journal of Aerospace Engineering
For the damage probability p d , if the damage ability of influencer node I p a and the survival ability of enemy target T p o are considered, then
where k a is an environmental parameter (here, k a = 0.85).
The survival ability p o is equal to the membership function R x T 2 . E I−T represents the attack ability of I-T and can be expressed as follows:
Based on the definition of the nodes and edges, the operation loop is used to integrate combat activities, such as detection, command, and attack. An operation loop is a closed network comprising of a series of nodes and unidirectional edges connected by material, energy, or information. For a given enemy target T, our combat entities can build an operation loop OL. The impact of a series of combat activities on T is the capability of the operation loop OL. The improved information entropy is used to measure the combat activities, and the operation loop capability is evaluated by this information. Next, the uncertainty contained in the combat activities of each edge is analyzed, and the formulas for improved information entropy are given.
(1) T-S: the stronger reconnaissance capability E T−S of the T-S edge means that the information uncertainty of the target is lower and that the collaborative combat capability is stronger when more accurate information on the enemy targets is obtained by S. E T−S represents the reconnaissance capability of T-S; therefore, the self-information entropy of T-S is expressed as follows:
(2) S-S: the S-S edge implies a synergic relationship between the S nodes, which refers to the relationship between S 2 -S 1 and T-S 1 . This edge mainly reflects the information fusion ability of S 1 . The information entropy after synergy can be represented by the joint entropy method.
H X, Y = H X + H Y − I X ; Y 22
X and Y represent the operational activities of S 2 -S 1 and T-S 1 , respectively.
H X, Y = E S−S , 25
According to the definition of mutual information in equation (26), the impact that the information obtained and transmitted by S 2 to the reconnaissance ability of S 1 is measured by p y | x . p x and p y represent the completion degree of S 2 -S 1 and T-S 1 , respectively, which are equal to E S 2 −S 1 and E T−S 1 . Then, p y | x is defined as follows:
where k s is an influence coefficient (here, k s = 0.2). S 1 is more likely to obtain more information through fusion when the information transmitted by S 2 -S 1 is more accurate.
Therefore, the self-information entropy of S-S is expressed as follows:
the information uncertainty of S-D mainly originates from communication. Thus, the selfinformation entropy of S-S combat activities is expressed as follows:
analyzes the information of the enemy and sends it to manned director aircraft D 1 . The uncertainty inherent in this process mainly lies in the information transmission ability and information processing ability. 
(6) D-S: the D-S edge describes the process of director aircraft D communicating surveillance commands to sensor node S, which is based on the data analysis results. Similarly, the uncertainty inherent in this process mainly lies in the information transmission ability and information processing ability.
(7) D-I: the D-I edge describes the process of director aircraft D communicating attack commands to influencer node I. The uncertainty inherent in this process mainly lies in the information transmission ability. Therefore, the self-information entropy of D-I can be expressed as follows:
(8) I-T: the I-T edge describes the process of influencer node I attacking enemy target T. The uncertainty inherent in this process mainly lies in the hit probability p h and damage probability. Therefore, the self-information entropy of I-T is expressed as shown as follows:
At this point, the description of the self-information entropy of each edge has been completed. Next, the length of each edge, that is, the distance between two adjacent nodes, is defined. where N = k + 1.
According to the distance d ij , the distance between the two nodes in the combat network is equal to the total uncertainties of all combat activities. For a given enemy target T m , the length of operation loop OL m n is described as follows:
where N is the number of edges in the operation loop and E m n is the set of all unidirectional edges. The length of the operation loop can be used to measure the combat capability to the given target. The length is proportional to the information uncertainty and inversely proportional to the combat capability. The operation loop is expressed as follows:
For different military actions against T m , the combat capability is the comprehensive uncertainty of all operation loops. Suppose that M military actions are formulated for target M, that is, M operation loops are made. Then, the comprehensive uncertainty of all operation loops is described as follows:
The combat capability AOC for target T m is calculated as follows:
Based on the weighted calculation, the evaluation indexes of the MAV/UAV collaborative combat capability can be obtained as follows:
3.2. Evaluation Procedure. Based on the above evaluation method, the evaluation procedure of the MAV/UAV collaborative combat capability can be summarized as follows:
Step 1: Analyze the strategic missions and define the set of enemy targetsT = T 1 ,
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Step 2: According to the targets, determine the combat entities and establish the model of nodes and edges
Step 3: Identify the operation loops and calculate their combat capabilities
Step 4: Calculate the combat capability of all operational loops for each target
Step 5: Obtain the MAV/UAV collaborative combat capability by calculating the combat capabilities of the operation loops aimed at all the targets
Example
The network framework provided in this example is an ideal model. To simplify the model and highlight the process of the cooperative combat capability evaluation, we considered the simplest one. In the example, only eight nodes are considered, that is, each node represents an UAV or an MAV with different functions. In practical applications, nodes can be added based on the specific combat environment, and the edges can be determined by the specific combat assignments.
Some of the parameter assignments in this example come from experience summarization. After much investigation and calculation of statistics, the most representative parameters are selected from the functional parameters of reconnaissance aircrafts and combat aircrafts, such as the maneuvering velocity, scan frequency, and maximum detection range of the sensor node S. The other part is imaginary scene representation, such as the anti-infrared coefficient, antiradar coefficient, and antioptical coefficient of the target node T. The parameters selected in this example are just used as examples. In practical applications, the correct parameters for the actual model can be substituted.
4.1.
Nodes of the Network. Based on the above modeling process, the MAV/UAV collaborative combat network shown in Figure 3 can be obtained.
The technical indexes of each node are assigned according to the description of the nodes in the collaborative combat network. In calculating the information entropy and combat capability of each edge, the membership functions are determined in combination with actual combat and expert experience.
(1) Target node T: the hypothetical target nodes and their technical indexes in this example are shown in Table 1 .
The membership function of the survivability coefficient is shown as follows: 
When calculating the reconnaissance capability of T-S, the weights of finding, tracking, and identification are each equal to 1/3.
(2) Sensor node S: the technical indexes of the S nodes mentioned above are shown in Table 2 .
The maneuvering velocity, scan frequency, maximum detection range, and detection precision weights are ω Table 3 .
When considering the information processing capability of D, the following three tactical indexes exist: response time, Table 4 .
When considering the attack ability of I, the following three tactical indexes exist: maneuvering velocity, killing radius, and firing accuracy; their weights are ω In addition, when considering the information transmission capacity between nodes, the following four tactical indexes are considered: transmission rate, communication quality, capacity, and delay, with weights of ω 3 = 0 3, ω 4 = 0 2, and ω 5 = 0 2, respectively. Their membership functions are shown, respectively, as follows: Table 5 . Figure 4 .
Referring to Table 5 , the information entropy of the operation loops can be obtained by substituting the lengths of the corresponding edges into equation (37). According to equation (38), the capability of the operation loop can be obtained. Table 6 shows the operation loops and the capability and length results aimed at target T 1 .
Similarly, the MAV/UAV collaborative combat network aimed at target T 2 can be formed by the military activities for target T 2 , as shown in Figure 5 . Table 7 shows the operation loops and the capability and length results aimed at target T 2 .
According to equation (39), the comprehensive uncertainties of the operation loops aimed at targets T 1 and T 2 can be obtained, respectively. If these uncertainties are introduced in equation (40), the combat capability AOC for targets T 1 and T 2 can be obtained.
The combat capabilities synthesized by the operation loops aimed at targets T 1 and T 2 are calculated, respectively, as follows:
After analyzing the target weights, the overall combat capability can be determined. In this case, the weights of the two targets are ω T 1 = 0 7 and ω T 2 = 0 3; thus, the MAV/UAV collaborative combat capability is calculated as follows: Table 5 , when considering edges 1 to 4, the reconnaissance and detection capabilities of unmanned reconnaissance aircraft S 2 are superior to those of S 1 ; when considering edges 11 to 12 and 11 to 16, the command and detection capabilities of manned command aircraft D 1 are superior to those of D 2 ; and when considering edges 21 to 24, the fire strike capability of manned 
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International Journal of Aerospace Engineering combat aircraft I 1 is highly similar to that of the unmanned combat aircraft. Therefore, considering such factors as the manned aircraft cost and pilot safety, an unmanned combat aircraft should be selected as much as possible to execute missions.
(2) Influence of the operation loop length on the combat capability: the observations listed in Tables 6 and 7 indicate that the length of the operation loop has a negative relation to its combat capability, which means that a longer operation loop has a lower combat capability. Each equipment in the operation loop brings a time delay, which becomes longer with more equipment, thereby influencing the combat capability of the overall operation loop.
(3) Influence of collaborative combat on combat capability: the length of operation loops 1 and 2 is greater than that of 3 and 4. Thus, according to the previous conclusion, the combat capability of operation loops 1 and 2 should be inferior to that of 3 and 4; however, the opposite is true. The reason is that during the detection of target T 1 with 1 and 2, unmanned reconnaissance aircraft S 2 transmits its information to manned aircraft S 1 . S 1 conducts reconnaissance of an enemy target and integrates information from both sides, which significantly reduces the information uncertainty of target T 1 . Thus, the combat capability of 1 and 2 does not decrease due to the greater operation loop length but instead increases, which reflects the emergent properties and synergy of the combat systems.
Conclusion
This work models an MAV/UAV collaborative combat system network with a formal representation of the nodes and edges in the system. A capability assessment method and process for collaborative combat is introduced based on information entropy. The combat network modeling and corresponding capability assessment methods are verified by examples. The information entropy and operational capability of the collaborative combat network are calculated, the final combat capability evaluation index is obtained, and the operation loop capability is analyzed. The suggested method allows for a fast and reliable evaluation of the combat capabilities of different MAV/UAV systems as well as for the rapid 
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