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Introduction
One of the factors determining the current and 
future social and economic advance is the level 
of society’s digitisation, which is applicable to 
each sphere of human life (Ejdys & Halicka, 
2018; Polak-Sopinska & Wisniewski, 2009). 
This level is measured by the scale and 
scope of the phenomenon, i.e. subjective, 
geographical dynamics of change and the 
scale of effects caused (Chodakowska & 
Nazarko, 2017). Digitalisation processes gave 
rise to a new type of society referred to as the 
information society. E-government is one of 
the areas of ICT application in the information 
society. The term e-government, i.e. electronic 
public administration, refers to a system 
(organisational and legal, institutional, and IT) 
which enables to deal with administrative 
matters by electronic means. According to 
the definition proposed by the European 
Commission, e-government is the use of ICT 
tools and systems to provide better public 
services to citizens and businesses (Digital 
Single Market: Glossary).
The level of digitalisation of public sector 
services (the development of e-government 
services) in Poland is lagging behind highly 
developed countries. In the ranking of the level 
of digital public services, Poland holds the 14th 
place with the indicator of 10.5%, which is 0.4 
percentage points below the average of the 
EU-28 (10.9%) (Digital Single Market. Digital 
Economy & Society). According to Eurostat, 
the digital interaction between Poles and public 
institutions is very weak. The percentage 
share of citizens digitally interacting with 
public institutions amounts to 30%, which is 
low compared to the Scandinavian countries, 
namely, Denmark with 88%, Norway with 85%, 
and Finland with 82% (Digital Economy and 
Society Database, 2016). According to the scope 
of the use of electronic public administration 
services, Poland’s indicators are much lower 
than the EU average. For example, the average 
EU indicator for the downloading of forms by 
citizens is 41.0%, submission of completed 
forms – 42.0%, and obtaining information from 
websites – 55.0%. Scandinavian countries are 
undoubtedly leaders in the use of e-government 
services. For example, the number of citizens 
who send forms electronically amounts to 
68.0% in Estonia, 62.0% in Norway, and 60.0% 
in Finland. According to the UN report, the 
E-Government Development Index (EGDI) 
classifies Poland as 36th out of surveyed 191 
countries, having the EGDI index of 0.7211. The 
leader in the ranking is the United Kingdom with 
the EGDI index of 0.9193 (see United Nations 
E-Government Survey 2016). In the light of the 
unsatisfactory implementation of e-government 
solutions, the search for reasons explaining the 
current state of affairs is justified.
Successful implementation of e-government 
solutions depends on technological, 
organisational, human, economic, social and 
cultural factors (Kumar et al., 2007; Shareef et al., 
2011). Social factors include trust in e-government. 
Trust plays an important role in economic and 
technological exchanges (Reiersen, 2017) and 
determines how technologies are assessed by 
different stakeholders (Nazarko, 2017). Trust in 
e-government should be understood as trust 
in technological solutions mainly in the field 
of ICT offered by public administrative bodies. 
The issue of building trust in projects related to 
e-government has been recognised by many 
researchers as one of the key success factors. 
The lack of trust is perceived as a fundamental 
barrier to the implementation of e-government 
solutions, mainly from the perspective of users 
(Warkentin et al., 2002; Carter & Weerakkody, 
2008; Shareef et al., 2011; Mellouli et al., 2016). 
Even though e-government solutions are often 
characterised by a high level of transparency 
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and determine a level of innovativeness of 
services provided by the administration, many 
people are still suspicious of ICT solutions 
(Colesca, 2009). Trust in e-government services 
becomes particularly important due to the lack of 
direct (face-to-face) contact between interacting 
parties (Wisniewski & Polak-Sopinska, 2009). 
This context makes it relatively easy to lose 
trust in e-government and rather difficult to 
regain it following accidents (Kim et al., 2008; 
Benlian & Hess, 2011; Hole, 2016). The public’s 
trust in e-government is characterised by the 
impersonal nature of Internet relationships, the 
extensive use of technology and the uncertainty 
and risks associated with open access to ICT 
infrastructure (AlAwadhi & Morris, 2008).
Knowledge of the reasons why users trust 
or distrust the services offered by e-government 
is a key to building stable trust (Hole, 2016). 
In many countries, citizens still do not trust 
the services provided by e-government, which 
harms further technology adoption. According 
to Alzahrani et al. (2017), there is still a need 
for research to fill the existing gap in the area of 
the factors determining trust in e-government. 
The literature review showed that among many 
factors determining trust in e-government, the 
most important reflect the level of security and 
risk perceived by users. Authors addressing 
the issue of e-government adoption indicate 
that trust, security and transparency are the 
main factors of acceptance of such solutions 
(Colesca, 2009).
The identified research gap is related to 
the lack of knowledge regarding the relatively 
low level of implementation and adoption 
of e-government solutions in Poland. The 
scientific aim of the paper is to determine the 
extent, to which the user-perceived risk and 
security of e-government services determine 
the level of trust in technology and influence 
future intentions of e-government adoption.
The remainder of the article consists of 
the following sections: Section 2 reviews 
the literature on the issues relating to trust 
in e-government solutions. Also, it presents 
an overview of constructs determining trust 
in e-government, indicating that risk and 
perceived security are an important element in 
most theoretical models of trust and technology 
adoption. Results of the literature review served 
as a basis for the formulation of hypotheses and 
the theoretical model presented in Section 3. 
Section 4 describes the methodology. Results 
are described in Section 5. Finally, Section 6 
summarises the findings and, the conclusions 
briefly explain the limitations of the research 
and implications for future research efforts.
1. Determinants of Trust 
in E-Government Technology  
– A Literature Review
The current and future development of 
technology depends on two fundamental 
factors: the level of technological knowledge 
and the adoption of technology by society 
(Nazarko et al., 2017; Radziszewski et al., 
2016). The authors of the book Technolife 
2035: How Will Technology Change our 
Future capture the process of new technology 
adoption through the prism of the Diffusion of 
Innovations theory (DOI) (Hiltunen & Hiltunen, 
2015). Many theoretical models have been 
developed to explain the processes involved 
in the acceptance of the technology. The 
most popular models are the Technology 
Acceptance Model (TAM), the Unified Theory of 
Acceptance and Use of Technology (UTAUT), 
and the D&M IT Success model. The model 
developed by Davis used the principles of 
Theory of Reasoned Action (TRA) developed 
by Ajzen and Fishbein, which explained human 
behaviour (Ajzen & Fishbein, 1980). Finally, 
Davis and Venkatesh assumed that two basic 
factors influence the attitudes towards the use 
of the system: ease of use and usefulness of 
the system/technology (Venkatesh & Davis, 
1996). The technology acceptance model, 
originally known as the TAM, has been modified 
as TAM2 and TAM3 (Venkatesh & Davis, 
2000; Venkatesh & Bala, 2008). Trust is one 
of the important factors determining the level 
of technology acceptance, often reflected in 
theoretical models. Trust is seen as one of the 
success factors ensuring an effective adoption 
of technologies (Lippert & Davis, 2006). Trust 
has particular importance under conditions of 
uncertainty, the unpredictability of development 
and increasing human dependence on 
technology. Trust is also an important way 
of reducing risk and uncertainties related to 
the adoption of technology (Kim et al., 2008; 
Pavlou, 2003; Hernández-Ortega, 2011).
The literature review and definitions by other 
authors gave rise to the following definition of 
technology trust: trust is the result of expected 
or experienced characteristics of the technology 
and environmental factors, an inclination of 
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the technology user to rely on the technology 
in a situation of potential risks associated 
with its use, determining the intentions for the 
future use of the technology. As a measuring 
construct, trust is an object of interest from 
the perspective of antecedents of technology 
trust, measurement scales of technology 
trust, and the process of influence of trust on 
other constructs in technology acceptance 
models. Research on the factors determining 
technology trust focuses on attempts to classify 
them into technological, social, economic and 
institutional factors. Most of the studies on 
the inclusion of trust variables in technology 
acceptance models refer to the study of trust, 
as a determinant of perceived usefulness on 
the one hand and, on the other hand, as a factor 
dependent on perceived ease of use. At the 
same time, trust is analysed as a determinant 
of behavioural intention and attitude towards 
using technology (Gefen et al., 2003; Lean et 
al., 2009). From a broader perspective, the 
object of interest of researchers are the factors 
determining the trust in technology, but also the 
influence of trust on the results related to the 
use of technology.
Research on trust as a determinant focuses 
mainly on two areas: (i) study of the factors that 
shape initial trust in technology to overcome 
the risks and uncertainties associated with 
the adoption of new technologies (Wang 
& Benbasat, 2005) and (ii) study of trust 
as a determinant of the continued use of 
technology from the perspective of technology 
users (Li et al., 2008).
Trust research is often contextual and 
technology-specific. Researchers focusing on 
the topic of trust examine various technologies, 
such as e-commerce (Shiau & Dwivedi, 2013), 
m-commerce, electronic banking and electronic 
payment systems (Hernández-Ortega, 2011), 
national identification systems (Li et al., 2008), 
health information systems (Lemire et al., 2008), 
information systems in logistics (Tung, 2008; 
Salam, 2017), information systems (Lai, 2011), 
e-government (Myeong et al., 2014), e-ticketing 
(Lee et al., 2010), online communication 
(Lankton & McKnight, 2011) electronic invoicing 
systems (Hernández-Ortega, 2011), software 
for electronic tax returns (Chen, 2015), 
electronic health systems (Söderström, 2016), 
biosensors (Mazey, 2017), and driverless cars 
(Kaur & Rampersad, 2018). E-government 
solutions are also among the technologies 
investigated by research on trust (Alzahrani et 
al., 2017), in which researches try to explain 
the determinants of technology adoption. The 
perspective of trust emphasises the importance 
of fostering and developing citizen trust for 
successful e-government acceptance and 
adoption (Colesca, 2009).
The authors of the United Nations 
E-Government Survey 2016 on “E-Government 
in Support of Sustainable Development” 
indicated that the development of e-government 
services required the creation of an environment 
of trust, also relating to public institutions and 
the government, and not only to technological 
solutions (United Nations E-Government 
Survey, 2016). Trust in technology seems 
to be particularly important in an uncertain 
environment, which includes the Internet and 
all technologies using the Internet, where there 
are no formal rules and customs or agreements 
(Veselý & Dohnal, 2006; McKnight et al., 2002).
The results of the Belanche, Casaló and 
Flavián (2012) studies confirm that trust 
has a direct impact on user attitudes and 
consequently on the intentions for the future 
use of e-government services. Carter and 
Bélanger (2008) analysed the impact of trust in 
the Internet and institutions, which determine 
the willingness to use e-government services 
in the future. Liu and Zhou (2010) claimed that 
for the successful adoption of e-government, 
establishment of citizen trust is an absolute 
necessity. Similar research was carried out by 
Kurfala et al. (2017) who considered variables 
such as trust in the Internet and trust in 
administration in their research on the process 
of adoption of e-government. A literature 
review carried out by Alzahrani et al. (2017) 
identified four groups of factors determining 
trust in e-government technologies: technical, 
institutional, risk factors and those reflecting 
the individual characteristics of users. Shareef 
and others developed their own E-Government 
Adoption Model (GAM), indicating that the 
existing models, based Diffusion of Innovations 
and the Theory of Planned Behaviour do not 
consider the specificity of e-government. In the 
adoption model used by the authors, one of the 
analysed constructs was trust. Three factors 
that determine trust in e-government, namely, 
uncertainty, security and privacy, showed 
a positive relationship between trust and 
adoption of e-government solutions (Shareef 
et al., 2011). Some studies have included 
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trust as an element of adoption models, such 
as the Technology Acceptance Model and the 
Diffusion of Innovations theory (Gefen, 2002; 
Pavlou, 2003; Warkentin et al., 2002), but few 
of them have focused on the implications of 
trust on e-government adoption.
Trust as an abstract concept reflects the 
complex range of relationships between the 
factors that determine trust. Ranaweera et al. 
(2016), analysing the factors shaping trust in 
e-government, pointed out the following five 
groups of factors: trust in public institutions 
and the Internet, ensuring security, ensuring 
privacy, risks and uncertainties, and quality of 
information. The output variable was the current 
and future use of e-government services by users 
(Ranaweera et al., 2016). The e-government 
adoption model developed by Horst et al. 
(2007) considered several variables, including 
risk, user concerns (anxiety), controllability, 
subjective standards, and the user trust and 
experience with electronic services in general. 
Voutinioti (2013) included three categories of 
trust in the e-government acceptance model, 
namely trust in the Internet, trust in institutions, 
and trust in the e-government services provided 
to the public, analysing their relationship with 
intentions to use e-government (Horst et 
al., 2007). Alzahrani et al. (2017) carried out 
a systematic and critical review of four groups 
of factors that determine trust in e-government, 
such as citizen aspects, technology, government 
agencies and risk factors. Alzahrani et al. (2017) 
claimed that risk is a significant factor that 
impacts the trust of citizens in e-government. 
Technological risks, such as security and privacy, 
as well as performance risk, are considered 
important factors that have an impact on trust in 
e-government.
The issue of trust in e-government is also 
recognised by institutions carrying out research 
within the framework of the European Union’s 
public statistics (EUROSTAT). One of the 
areas of research on the use of e-government 
is the recognition of the reasons for the failure 
to submit complete (completed) electronic 
forms. Among the reasons for the phenomenon 
surveyed, respondents mentioned fears 
related to ensuring protection and security of 
their personal data, problems with electronic 
signature, lack of knowledge and authentication 
of documents, outsourcing of these activities 
by others (accountants, family members, 
advisors), lack of knowledge and skills, inability 
to receive an immediate answer, greater trust 
in the personal submission of the document 
and needs of personal meetings with officers 
(Digital Public Services, 2016).
Literature studies confirmed the existing 
research interest in factors that determine 
trust in e-government. The adoption of an 
e-government solution will depend on the 
attitudes of users, which can be shaped in 
advance. Among many factors determining 
trust in e-government, the level of security and 
the risk perceived by users related to the use 
of technology are indicated as important factors 
which determine trust in technology and future 
intention of technology use as well.
Identified theoretical and practical problems 
pose the following research questions: How 
perceived risk and security determine the trust 
of the Polish society toward e-government 
and future adoption of e-government? In this 
context, the authors concentrated on the 
relationships among trust in technology, the 
level of security, and the risk perceived to build 
a theoretical research model.
2. Research Model and Hypotheses
The risk associated with the use of e-government 
results from the fact that the nature of the 
relationship between man and technology is 
impersonal and virtual. When engaging in any 
online transaction process, consumers are 
rightly alarmed about the different types of risks 
that confront them. Because risk is difficult to 
measure objectively, researchers more often 
focus on user risk perceptions. Perceived risk is 
defined as the citizen’s subjective expectation 
of suffering a loss in pursuit of the desired 
outcome (Warkentin et al., 2002). The vast 
majority of researchers agree that perceived 
risk is a significant antecedent of trust 
(Ranaweera, 2016; Rutkauskas & Stasytytė, 
2011). On the other hand, trust reduces the 
perceived risk (Lewis & Weigert, 1985). Often, 
trust is described as a function of the degree 
of risk involved in the situation (Koller, 1988). 
Risks can be perceived by technology users 
in terms of avoided loss/threats (i.e. benefits) 
or perceived risks associated with the use 
of the technology. From this perspective, we 
can speak of net risk, reflecting the difference 
between avoided losses (benefits) and 
exposure to threats.
Risk will always create the need for trust, 
and trust will determine the willingness to take 
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risks. Society would not have to accept risk if 
there were other functional alternatives (Lewis 
& Weigert, 1985). Trust and perceived risk 
are essential constructs when uncertainty is 
present (Luhmann, 1979; Mayer et al., 1995). 
The risk reflects the user’s feelings about the 
possibility of losses incurred and the expected 
benefits associated with the use of technology 
(Ranaweera, 2016). According to Carter and 
Bélanger (2008), perceived risk is a citizen’s 
subjective expectation of suffering a loss in 
pursuit of a favoured outcome. Research 
conducted by Carter and Bélanger, in which 
authors assume that higher trust of the Internet 
(trust in technology) reduces perceived risk, 
did not support such a hypothesis. At the same 
time, other authors confirmed that higher trust 
in the government reduces the risk perceived in 
relation to the use of an e-government service 
(Carter & Bélanger, 2008; Khasawneh & Abu-
Shanab, 2013). Considering the above, the 
following hypothesis was formulated:
Hypothesis (H1): Perceived risk (PR) will 
negatively influence trust in e-government 
solutions.
In some studies, there has been a link 
between trust and perceived security of 
e-government solutions. According to Liu and 
Zhou (2010), an Internet-based e-government 
solution should ensure citizen authentication 
and data confidentiality, reflecting the security 
level. Also, Ranaweera agreed that security 
issues should be considered strengthening 
the trustworthiness of e-government services 
among people (Ranaweera, 2016). Perceived 
security is an important element in building 
trust in e-government solutions (Verkijika & 
Wet, 2018; Ranaweera, 2016; Ayyash et al., 
2013; Liu & Zhou, 2010). Chen highlights 
security as a big issue, which needs to be 
addressed (Chen, 2008). Also, Hernandez-
Ortega claims that security is a critical element 
for trust. Considering the importance of 
perceived security in e-invoicing, Hernandez-
Ortega analysed its effect on user trust and 
found that security has a high impact on trust 
(Hernandez-Ortega, 2011). Considering the 
above, the authors formulated the following 
hypothesis:
Hypothesis (H2): Perceived security (PS) 
will positively influence trust in e-government 
solutions.
Normally, the risk involved in an online 
environment is high, and this is a barrier to 
adoption of e-services (Ranaweera, 2016). 
According to Pavlou, perceptions of trust 
and risk are likely to be important factors in 
predicting the intention to use B2C e-commerce 
(Pavlou, 2003). Many other authors maintained 
that perceived risk was an important variable 
that affected an end-user’s intention to use 
digital technologies (Jasimuddin et al., 2017). 
It seems that perceived risk should negatively 
influence the intention to use an e-government 
service, but research conducted by Carter and 
Bélanger (2008) rejected such a hypothesis by 
proving that higher levels of perceived risk did 
not impede the intention to use. In a research 
conducted by Pavlou (2003), the constructs 
of trust and perceived risk were considered 
fundamental in predicting B2C e-commerce 
acceptance. Also, among nine groups of factors 
determining the use of the e-government 
services, Thunibat et al. (2011) distinguished 
perceived risk. Based on the literature above, 
the authors proposed the following hypothesis:
Hypothesis (H3): Perceived risk (PR) will 
negatively influence the future intention to use 
e-government.
Many authors agree that the user perception 
of security determines their future intentions to 
use the technology or discard it (Joshi & Islam, 
2018; Al-Thunibat, Zin, & Sahari, 2011). A lesser 
feeling of security contributes to a lower level 
of adoption or abandonment of e-solutions 
(Ranaweera, 2016). Considering the above, the 
authors formulated the following hypothesis:
Hypothesis (H4): Perceived security (PS) 
will positively influence the future intention to 
use e-government.
According to the Theory of Reasoned Action 
(Ajzen & Fishbein, 1980), in case of technology 
adoption, the higher the degree of trust in the 
technology, the higher the degree of the user’s 
intentions to continue employing it (Hernandez-
Ortega, 2011). Trust in technology ensures 
building stable relations between users and 
a given technology, which determines its future 
use. Developing their model for the adoption 
maturity of e-government solutions, Joshi and 
Islam (2018) pointed out that trust was an 
important element of sustainable adoption of 
e-government solutions. Carter and Bélanger 
built the hypothesis that reflected relationships 
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between trust in the Internet and the intention to 
use an e-government service. Authors proved 
that trust in the Internet positively influenced 
the intention to use e-government (Carter & 
Bélanger, 2008). Also, the research conducted 
by Hernandez-Ortega proved that trust in 
technology positively influenced the intentions 
to continue using the technology (Hernandez-
Ortega, 2011). Weerakkody et al. (2013) 
confirmed the previous conclusions regarding 
the positive impact of trust on the adoption 
and continued use of electronic government 
services. Considering the above, the authors 
formulated the following hypothesis:
Hypothesis (H5): Perceived trust (PT) will 
positively influence the future intention to use 
e-government.
Fig. 1 presents the conceptual model that 
reflects links between all theoretical variables 
and hypotheses. 
3. Research Methodology
3.1 Data
The conducted research focused on 
e-Declaration – an electronic technology for 
submitting tax returns. This service and ICT 
tools were created by the Ministry of Finance for 
the electronic filing of tax returns. It is the most 
frequently used e-government service by Polish 
citizens. In 2018, the inhabitants of Poland filled 
more than 11 million tax returns electronically.
Research data was collected using 
a survey method. The conducted research was 
quantitative and allowed to verify the accepted 
research hypotheses. The process of data 
collection was carried out with the use of CATI 
(Computer Assisted Web Interview) technique.
The survey respondents Polish residents 
who had used the e-Declaration system within 
the last two years, i.e. they sent their tax return 
via the Internet. The research process was 
carried out by employees of the Ministry of 
Finance (MF). As part of this cooperation, the 
author developed a research questionnaire, 
which was validated by employees of the 
Ministry of Finance. The task of the Ministry 
of Finance was to send randomly an e-mail 
message with a link to the electronic survey to 
taxpayers registered in the MF database.
The study assumed the acquisition of 
a representative sample, which allowed 
the results to be generalised for the entire 
population. The minimum sample size was 
1,067, assuming a confidence level of 0.95 
(1-α) and a maximum permissible error of 3% 
calculated for the general population of about 
11 million taxpayers using the e-government 
system. The survey was conducted in May 
2018. Successive (due to the technical 
limitations of the mailbox) lots of e-mails from 
the dedicated account ankietaPB@mf.gov.pl, 
allowed for ongoing monitoring of the status 
of the survey completion. As soon as 2,067 
completed questionnaires were received, 
the e-mail dispatch was suspended. After the 
analysis of the returned questionnaires and 
the elimination of forms with data gaps, 1,054 
completed questionnaires containing 100% of 
answers were selected.
Of the 1,054 respondents, 484 (45.9%) 
were women, and 570 (54.1%) were men. 
The proportion of respondents aged 26-40 
was 52.1% (549 persons), followed by 29.5% 
(311 persons) aged 41-60. The number of 
respondents in the age groups of 18-25 and 
Fig. 1: Conceptual model
Source: own
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Constructs (source) Abbr. Observed variables (Items) Mean Cronbach’s alpha
Perceived security 
level (Bélanger & Carter, 
2008; Ranaweera, 2016; 
Shareef, Kumar, Kumar, 
& Dwivedi, 2011; Lee, 
Kim, & Ahn, 2011; Kurfal, 
Arifoglu, Tokdemir, & 
Paçin, 2017; Colesca, 
2009; Hernandez-Ortega, 
2011)
PS1 I can use the e-Declaration system comfortably due to Internet safety 5.54
0.933
PS2
I feel that legal and technical 
safeguards in the e-Declaration 
system protect me from problems 
related to the use of the Internet
5.29
PS3
I feel confident that encryption 
systems and other technological 
solutions allow me to use the 
e-Declaration system in a securely
5.38
PS4
In general, I believe that the 
Internet is secure in the context of 
tax returns (e-Declaration)
5.33
Perceived risk
(Authors)
PR1
Using the e-Declaration system, 
I am exposed to the risk of failure 
to deliver the tax return at the right 
time and to the right institution (risk 
of results)
3.35
0.614
PR2
Using the e-Declaration system, 
I am exposed to the risk of losing 
my personal data (information risk, 
privacy)
3.38
Trust in e-Declaration 
(Lippert, 2007; Colesca, 
2009; Al-Hujran, Al-Debei, 
Chatfield, & Migdadi, 
2015)
T1 The e-Declaration system works according to my expectations 5.49
0.926
T2
I am convinced that the 
e-Declaration system will function 
properly when I need it
5.38
T3 I can rely on the e-Declaration system 5.69
T4 The e-Declaration system is predictable and unchanged 5.42
Future intention to 
use (Venkatesh, Morris, 
Davis, & Davis, 2003; 
Carter & Bélanger, 2005; 
Be´langer & Carter, 2008; 
Venkatesh, Thong, & Xu, 
2012; Al-Hujran, Al-Debei, 
Chatfield, & Migdadi, 
2015; Kurfal, Arifoglu, 
Tokdemir, & Paçin, 2017)
FI1 I intend to make greater use  of the e-Declarations system 5.13
0.738
FI2 I intend to make greater use  of e-government services 5.61
Source: own
Tab. 1: Constructs and items
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over 61 years of age constituted about 9% of 
the respondents each (9.1% – 96 persons and 
9.3% – 98 persons).
3.2 Measures
Since some constructs included in the theoretical 
model could not be directly observed, a series of 
measures was used in each case. Based on the 
literature study, four items have been identified 
to measure the Perceived Security (PS) level, 
four – the Perceived Risk (PR), four – the Trust 
in e-Government, and two – the Future Intention 
to use (Tab. 1). All constructs were measured 
using a seven-point Likert scale to access 
the degree to which a respondent agreed or 
disagreed with each of the items (1 = totally 
disagree; 7 = totally agree). Cronbach’s alpha 
coefficients of the constructs were used to 
verify the reliability of the scale and proved the 
acceptable reliability of the scale ranging from 
0.738 to 0.933 (Tab. 1). Descriptive statistics 
and composite reliability for the constructs and 
items are presented in Tab. 1.
4. Results
To verify the hypotheses, the authors used 
a two-step approach. First, the correlation 
analysis was used and followed up with the 
structural equation model (SEM).
Tab. 2 shows the correlation matrix for 
variables. Significant correlations were found 
between all constructs, but the strength of 
dependence was poor or moderate. In the 
case of relationships between constructs of 
perceived risk and other variables, a negative 
correlation appeared with a poor to moderate 
dependence.
The structural model was subsequently 
tested. The Generalized Least Squares 
(GLS) model with AMOS was set to test the 
hypothesised relationships shown in Fig. 1. GLS 
is a tool for estimating unknown parameters 
in a linear regression model. In the structural 
equation modelling (SEM), a measurement model 
allows setting the relationships between observed 
variables (i.e. indicators) and their respective 
unobserved (latent) variables by defining 
a particular structural model (Ejdys, 2016).
The appropriateness of the measurement 
model was evaluated by using the Chi-Square 
statistics. As Tab. 3 shows, the χ2 value was 
statistically significant (χ2 = 171.72, p < 0.005) 
indicating a good model fit to the data. As this 
measure is excessively conservative and is 
biased against large samples (Bollen, 1989), 
several disparate indices must be taken into 
consideration jointly to evaluate an accurate 
reflection of the overall model fit. The indices 
included the Root Mean Square Error of 
Approximation (RMSEA), the goodness-of-fit 
index (GFI), the adjusted goodness-of-fit index 
(AGFI), and comparative fit index (CFI). The 
results of the SEM test are provided in Tab. 3. 
The approximate fits are also good, specifically, 
the Normed Chi-Square (i.e. χ2/df) value = 
3.733, which is well within the acceptable 
range for this heuristic (Bentler & Chou, 1987; 
Bollen, 1989), RMSEA = 0.051, and is a good 
value (Konarski, 2010; Bollen, 1989; Ejdys, 
2016). This means that the model is likely to be 
interpreted as a real model of the relationship 
between the variables.
Fig. 2 presents the individual structural path 
estimates. Tab. 3 reports the results for the 
structural model depicted in Fig. 2.
The hypotheses can be confirmed 
through the interpretation of the structural 
path coefficients. The results of testing the 
relationships between constructs in the model 
Perceived 
security level Perceived risk
Trust in  
e-Declaration
Future inten-
tion to use
Perceived security level 1 -0.271** 0.683** 0.455**
Perceived risk -0.271** 1 -0.224** -0.112**
Trust in e-Declaration 0.683** -0.224** 1 0.434**
Future intention to use 0.455** -0.112** 0.434** 1
Source: own
Note: ** Correlation is significant at the 0.01 level (2-tailed).
Tab. 2: Correlation matrix (Spearman’s coefficient)
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show that only a part of the relationship is 
statistically significant. Trust in e-Declaration 
(T) is statistically important due to the perceived 
security level (PS). Thus, this positive 
relationship confirmed that hypothesis H2 was 
supported. The conducted research did not 
confirm a statistically significant relationship 
between the perceived risk (PR) and trust in 
the e-Declaration (T), so the hypothesis H1 was 
rejected. The research also confirmed that trust 
in e-Declaration (T), perceived security level 
(PS) and perceived risk (PR) have a statistically 
significant impact on future intentions (FI) of 
users, which allowed to support hypotheses 
H3, H4 and H5 (Tab. 3).
5. Discussion
The obtained results did not confirm 
a statistically significant relationship between 
the perceived risk and trust in e-Declaration, 
thus rejecting hypothesis H1. The variables 
reflecting the level of perceived risk concerned 
the possibility of losing personal data (PR2) and 
the situation of delivering the e-Declaration at 
the right time and to the right institution (PR1). 
The risks were rated low by respondents (the 
mean PR1 – 3.35, PR – 3.38), confirming 
that respondents did not consider these risks 
significant. The obtained results were different 
from those relating to the technologies offered 
by the business sector (and not government). 
According to the results of other authors (Carter 
& Bélanger, 2008; Khasawneh & Abu-Shanab, 
2013), a highly rated level of trust in the 
e-Declaration would possibly reduce the level 
of perceived risk related to technologies offered 
by the government.
In several studies by other authors, security 
elements are regarded as a key factor for 
building trust in technology. In the Polish 
context, this factor is also decisive. The results 
of research performed by the Polish Ministry of 
Digitalisation showed that the level of security 
in dealing with official matters via the Internet 
was relatively low (score of 6.4 on a 10-degree 
scale, the Polish Ministry of Digitalization, 
2016). The statements in the research 
questionnaire targeted the sense of Internet 
security perceived by the respondents as 
well as legal and technical security measures 
that ensure the safety of users. The results 
obtained by the authors confirmed a statistically 
significant relationship between the perceived 
Hypothesis Estimate S.E. C.R. P Hypothesis testing
Hypothesis (H1). Perceived risk (PR) will 
negatively influence trust in e-government 
solutions (T)
0.042 0.027 1.521 0.128 Reject
Hypothesis (H2). Perceived security (PS) 
will positively influence trust in e-government 
solutions (T)
0.723 0.030 24.074 *** Support
Hypothesis (H3). Perceived risk (PR) will 
negatively influence the future intention (FI) 
to use e-government 
0.127 0.036 3.499 *** Support
Hypothesis (H4). Perceived security (PS) 
will positively influence the future intention 
(FI) to use e-government 
0.261 0.046 5.657 *** Support
Hypothesis (H5). Perceived trust (PT) will 
positively influence the future intention (FI) to 
use e-government 
0.292 0.047 6.191 *** Support
χ2 = 171.72; d.f. = 46; χ2/d.f. = 3.733; p < 0.005
RMSEA = 0.051; GFI = 0.973; AGFI = 0.954 *** p < 0.001, Hoelter — 386
Adopted level of the statistical significance was 0.001
Source: own
Tab. 3: Results of the test hypotheses
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level of security and trust in technology, and 
thus substantiated the hypothesis H2. This is 
convergent with the results obtained by other 
authors. In the model proposed by Shareef 
et al. (2011), the variable determining trust in 
e-government solutions was perceived as the 
level of uncertainty, understood as the risk 
of transactions conducted over the Internet, 
resulting from uncontrolled situations in the 
virtual environment. The authors showed 
a negative impact of the level of uncertainty 
on the level of trust in technology. The second 
variable in the model was the perceived level of 
user security. The research carried out by the 
Shareef et al. as well as other studies have led 
to a hypothesis indicating that the perceived 
level of security affected the level of trust in 
e-government solutions.
The authors were also interested in the 
relationship between the perceived level of 
security and risk and the intentions of users 
to use e-government solutions in the future. 
The results obtained allowed to support 
both hypotheses H3 and H4. The analysis of 
correlation coefficients confirmed that a higher 
level of perceived risk contributes to a lower 
level of trust in e-Declaration. Results achieved 
were opposite to the results of Carter and 
Bélanger (2008) and Jasimuddin et al. (2017) 
who proved that higher levels of perceived 
risk did not decrease the intention to use. 
The obtained results, which supported the 
hypothesis H4, were consistent with the results 
of other authors and confirmed that a lower 
level of perceived safety lowered the level of 
solution adoption (Ranaweera, 2016).
An important relationship was studied in 
the model between trust in e-Declaration and 
future intentions to use e-government solutions. 
The hypothesis H5, reflecting this relationship, 
was supported. Belanche, Casaló and Flavián 
achieved similar results for e-government 
solutions (2012). The team of Jacob et al. 
(2017), studying the adoption of eGovernment 
solutions, expanded the UTAUT model with 
a construct of trust and showed a statistically 
significant impact of technology trust on the 
future intentions of users. The literature studies 
Fig. 2: Measurement model
Source: own
Note: Values on paths between latent variables are standardised regression coefficients and numbers at latent variable 
indices are factor loads.
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on the adoption of e-government solutions 
carried out by the Witarsyah, Fudzee and 
Salamata (2017) also confirmed the positive 
impact of trust on the future intentions of users.
Conclusions
Popularisation of e-administration solutions 
and the relatively low level of adoption of 
e-administration technologies by the Polish 
society were the main premise of the research 
undertaken by the authors. The literature 
studies on factors determining the adoption of 
e-administration technology allowed to narrow 
down the discussed issues to the aspects 
related to the risk and security level perceived 
by users in the context of technology adoption. 
The verification of the theoretical model was 
carried out using the e-Declaration technology, 
which allows to fill in and submit tax returns 
via the Internet. In the constructed model, the 
output variables were, on the one hand, trust 
in e-Declaration and, on the other hand, future 
intentions of users to use the e-Declaration 
system.
The obtained results confirmed that among 
two input variables in the model, the level of 
security perceived by the users determined the 
level of trust in the e-Declaration. Compared 
to technologies offered by the private sector 
(e.g. e-commerce), the level of perceived risk 
did not turn out to be a statistically significant 
determinant of trust in e-Declaration – a tool 
offered by public institutions. The research 
supports a conclusion that when building models 
of trust in e-government, it is worth adopting 
only one of the variables of perceived security 
or perceived risk, considering the purpose and 
subject matter of the authors’ research.
The statistically important relationship 
between perceived security and trust in 
e-government technology indicated the 
practical utility of using a security variable 
in the promotion and encouragement of the 
public to use the solutions offered by the 
administration. It also indicates the direction 
in which technological innovation in the area 
of e-government should develop, so that it is 
aligned with the Responsible Research and 
Innovation paradigm (Nazarko, 2016).
At the same time, the research confirmed 
that both the perceived risk and the perceived 
security level determine the future intentions 
of users to use ICT solutions offered by public 
administration.
In the context of the results obtained, future 
research should focus on clarifying the role 
of perceived risks in building trust in different 
technologies offered by the private sector and 
public administrations. It could be worth-while 
investigating the extent to which the varying 
level of perceived risk resulting from threats 
experienced by users determines trust and the 
future intention to use the technology. It can be 
assumed that in the case of technologies (e.g. 
robots in everyday life) where the perceived 
level of human risk is higher, the level of 
risk would play a key role in building trust in 
technology.
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Abstract
The role of perceived risk and securiTy level in building TrusT 
in e-governmenT soluTions
Joanna Ejdys, Romualdas Ginevicius, Zoltan Rozsa, Katarina Janoskova
Increasingly, social and economic development is determined by the technologies, including ICT. 
Technologic development can be seen, on the one hand, as an opportunity and, on the other hand, 
as a threat to the socio-economic development. The substitution of human-to-human relationships 
with human-to-machine or machine-to-machine connections is becoming increasingly more 
controversial, thus providing a basis for scientific deliberations. Trust, which is the cornerstone 
of all interpersonal relationships, is frequently mentioned in the context of interactions between 
humans and technologies, becoming the object of scientific interest. One of the growing ICT areas 
is services provided by public administration (e-government) enabling citizens to deal with official 
matters via the Internet. Considering a relatively low level of e-government technology adoption in 
Poland, compared to other European countries, it is justified to search for reasons for such a state of 
affairs. Trust seems to have an important place among many factors determining the development 
of e-government technology. In technology acceptance models, among the determinants of trust 
in technology, especially in the context of personal data security, an important role is played by 
the perceived level of risk and security associated with the use of solutions. This article aimed to 
identify if the perceived risk and security of e-government technology determine the level of trust 
in the technology and future intentions of its adoption. Based on the literature review, the authors 
hypothesised that trust in e-government technology and the future intention of its use could be 
directly shaped by perceived risk and security. An electronic questionnaire was used to collect 
research data from Polish citizens. All in all, 1,067 forms were filled. Results received using the 
structural equation modelling confirmed that the most important factor shaping trust in technology 
was a perceived level of security. Results also confirmed a positive impact of trust on the future 
intended use.
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