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Government institutions have used information and communication technology (ICT) not only 
to improve public service delivery but also to fight against corruption on top of the concept of 
e-government. The value of using ICT, however, is sometimes undermined due to the lack of 
stimulating collaborative works. In the context of corruption, for example, while the current 
state of e-government enables one government to prevent and detect corruption by system-
based inter government collaborative works, it is still uncommon for a government to use this 
capability. This study argues that a standalone e-government limits the potential benefits 
which a government can derive from e-government thus, possibly, increasing the risk of 
corruption. 
 
This study hypothesizes that e-government is able to reduce government vulnerability to 
corruption through the greater monitoring capacity of stakeholders. By being able to 
collaborate with stakeholders, a government has increased transparency and accountability 
which is followed by the extensive monitoring coverage. With the greater monitoring 
coverage, e-government contributes to closing the opportunity for government officers to 
commit corruption. Furthermore, with the extent of collaborative works with stakeholders, a 
government could have a wide spread of potential whistleblowers that will lead to detect 
corruption voluntarily. In addition, the tight collaboration with other government institution 
will increase the capability of government to conduct a peer-control thus strengthening the 
integrated and continuous monitoring. This development, in turn, places the e-government as 
an indispensable instrument in compensating the government vulnerability in term of 
reducing the opportunity of corruption. 
 
This study adopts a multi-method approach through interviews and a survey to examine the 
proposed hypotheses. The interviews and the surveys will target government officers with 
differing levels of seniority who are actively involved in the financial reporting activities and 
government auditing. This study employs an interpretative approach to analyzing qualitative 
data obtained from interviews while the Structural Equation Modelling (SEM) approach is 
used for analyzing quantitative data collected from the survey. The interviews are conducted 
in Indonesia and Japan while the survey is only in Indonesia. There is an expectation from 
this study to take some lessons from Japan about the role of Japanese e-government policy in 
anti-corruption strategy. 
  
Analysis of the impact of government type; local and central government shows a statistically 
significant moderating effect on G2C and on G2G. The results indicate that G2C is more 
influential in local government and G2G is more influential in central government. Analysis 
of the effect of government type also found no statistically significant difference in G2B test. 
 
These findings enrich current discussion within anti-corruption strategy on the role of both 
transparency and accountability of government. This dissertation demonstrates that 
monitoring capacity is an appropriate link between government interaction with stakeholder 
using e-government and combating corruption, a topic that has been hardly explained. 
Additionally, this dissertation identifies a strategy for developing e-government that mitigate 
the risk of corruption; participatory over substantial information, fairness over trust, and 




Chapter 1:  Introduction 
Information Technology (IT) with its rapid growth is increasingly influential in the 
daily activities of individuals, business, and government. Particularly in the government 
sectors, as well as in the business sectors, the importance of IT requires organizations to 
integrate IT within their business process at all organizational levels (Gates, 2001). For 
governments, IT has been seen as the indispensable key component in the changes that affect 
the working practice, structure, and performance in order to provide the stakeholders with a 
better service. These transformations can be achieved through e-government (Janssen & Shu, 
2008). 
Like the use of prefix “e-“ in e-business and e-commerce that refers to the use of 
electronic media to run business in e-business and to run commerce in e-commerce, e-
government indicates a concept of running government process using electronic media. E-
Government, then, enables government institutions to transform their way of interaction and 
communication with stakeholders, i.e., citizens, businesses, and other government institutions 
(World Bank, 2011). E-Government enables government institutions to serve a variety of 
different outcomes; a better public service delivery from the government to citizens, an 
improvement of interactions with stakeholders, a citizen empowerment through access to 
information, or a more efficient government management (World Bank, 2011). Also, e-
Government enables government institution to be more collaborative with stakeholders and 
with other government institutions (Zussman, 2002). In addition to that, the resulting benefits 
of e-government can be less corruption, increased transparency and accountability, and cost 
reductions. The importance of e-government further escalates with the recognition that e-
government can be used to help gain competitive advantage (Obi, 2007). Andersen (2009) 
claimed that e-government is one of the best tools for combating corruption, especially in 
developing countries (Andersen, 2009). 
Recent issues relative to corruption, frauds, and demand on government to work more 
transparent and accountable have increased the imperative of e-government (Ionescu, 2013). 
Like other IT, however, effective use of e-government depends on several factors such as 
technology, stakeholders, environment, and organizational culture (Luna-Reyes, Gil-Garcia, 
& Romero, 2012). Governments can take the benefits of e-government to strengthen 
democracy and to promote efficiency and effectiveness, consequently improving transparency 
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and accountability, by establishing a system of transparency, public participation, and 
collaboration (Obama, 2009). 
Considering the affordability of ICT and Internet, achieving the transparency become 
easier. This line of argument infers that combating corruption nowadays should also be easier.  
However, it still remains dilutive on the role of e-government based interaction in combating 
corruption. There is no study investigates the impact of newly improved interactions offered 
by e-government and examine whether the improved government interactions are instruments 
that could formally reduce corruption. It also remains uncertain whether these interactions are 
instruments that make stakeholders more empowered, pervade monitoring, and positively 
influence a group of stakeholders for reducing corruption. Normally, the practices of utilizing 
the new technologies within frameworks that emphasize the inclusiveness of citizens, 
business enterprises, and peer in the government ring are aligned with all types of democratic 
systems, thus, fulfilling the high expectations on the implemenation of ICTs, and improving 
democracy further. 
While connecting the government information system are commonplace permitting 
real-time data communication among governments and the current state of e-government 
application enables one government to receive some information online from other 
governments, the utilization of such capability is still immature among developing countries 
(Waseda, 2015). The more common practice is for one government to receive the information 
from others, generally by request, by using email or secondary storage devices such as 
compact disc or flash disk. These practices, based on author’s experience when conducting 
audit, create unnecessary delay for concerning agency to process further. The delayed data 
may also create the possibility that it was manipulated or fraudulent data (Lanza, 1998). 
Indonesia is one of developing countries which suffers from corruption and are 
struggling to utilize ICT as an element for increasing national competitiveness in which 
reducing corruption is one of its components. In Corruption Perception Index (CPI) 2014 
released by Transparency International, Indonesia is ranked at 107 from 175 countries (62 
percentile). The result shows that Indonesia is categorized as a country with serious 
corruption problems. However, in e-government development index (EGDI) 2014 released by 
United Nations which measure the adoption of e-government in a country, Indonesia is ranked 
at 106 from 193 countries (65 percentile). These indices show that corruption and e-
government development in Indonesia are at the same level internationally. 
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Japan is chosen as one of the case in this study because Japan has a positive 
impression on corruption. The CPI 2014 shows that Japan is ranked at 15 which is 93 
percentiles. This means that Japan does not have a serious corruption problem. Furthermore, 
in EGDI 2014, Japan is ranked at 6 which is 97 percentiles. This number clarifies that Japan is 
a country that is able to advance the e-government while maintaining the low occurrence of 
corruption. In addition, the locus of this study also contributes to the selection of Japan as the 
case study. In all, this study will attempt to take some lessons from Japan in combating 
corruption. 
1.1 Research Problems 
Developing countries suffer from corruption. The cost of corruption is higher than the 
income of these countries (Olken & Pande, 2012). Currently, 69% of countries worldwide 
have a serious problem on corruption (Transparency International, 2010, 2011, 2012, 2013, 









2014 177 43.19 123 69 
2013 176 42.66 123 69 
2012 183 43.27 134 73 
2011 178 4.03 131 73 
2010 180 4.00 129 71 
Table 1.1 Percentage of countries with a serious problem of corruption1 
 
 
In order to curb the corruption, many researchers have acknowledged that e-
government is a tool for fighting the corruption. There are two significant factors of e-
government that limit corruption. Those factors are transparency and internet penetration. E-
government offers a high level of transparency as a significant factor for combating 
corruption.  In addition to that, effective e-government requires a high internet penetration. As 
a result, the study found that the higher the internet penetration, the lesser corruption cases 
occurred. (Andersen, 2009; Ojha, Palvia, & Gupta, 2008; Shahkooh, Fasanghari, & Abdullahi, 
2008). However, most of these studies used CPI and Control of Corruption which are based 
on perception. Some scholars criticized the indexes for the failure of such indexes to explain 
the actual level of public sector corruption (Donchev & Ujhelyi, 2014; Olken & Pande, 2012; 
                                                 
1 Compiled from Corruption Perception Index for the year 2010-2014 
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Pollitt, 2011; Thomas, 2010). Despite the critics, those indexes are still de facto standard for 
measuring corruption. It seems that the indexes are the most cited indexes in corruption 
literature.  
Moreover, e-government as an ICT implementation in government also amplifies the 
opportunity for crime and is the target of corruption. ICT, for non e-literate officers, 
effectively closes the opportunity for corruption but for e-literate officers, ICT creates a new 
way of corruption (Charoensukmongkol & Moqbel, 2014; Smith, 2010). Due to its 
exclusiveness, only certain people in an institution understand ICT: specification, price, and 
complexity. In developing countries, politicians and high-ranking government officers often 
overvalue the benefit the ICT. Under the umbrella of e-government development, they require 
the institution to build a website and modernize the government process. However, the 
investment for such implementation is a way overstated because there is no proper 
comparison on ICT investment between one institution and others. When there is an 
overinvestment on ICT, the ICT investment will no longer lessen the corruption. Instead, the 
corruption will increase (Charoensukmongkol & Moqbel, 2014). These circumstances give 
some insights to government officers that collaboration among government institutions are 
essential to help creating a peer comparison on procurement, especially in ICT. In addition, a 
recent report from ACFE stated that ICT contribute only 1.1% on fraud prevention and 
detection including corruption. The report also stated that government is the top three victims 
of fraud together with financial service and manufacturing (ACFE, 2014). Another data from 
World Economic Forum shows that Indonesia is the top 40 countries in Government 
Procurement on Advanced Technology in 2012-2015 (see Appendix 5). Arguably, it seems 
that high expenditure on technology cannot help Indonesia for achieving the better position in 
CPI. 
In all, this situation indicates that current e-government does not introduce adequate 
measures neither to prevent nor to detect corruption.  The incapability of e-government on 
helping government from corruption is a serious problem in developing countries. Therefore, 
the e-government must be equipped with the procedures for increasing the government 
imperviousness to corruption and mitigating the corruption risk. 
1.2 Research Objective 
This study argues that the common practice of e-government limits the benefits 
governments can realize for reducing corruption. However, such limitations are still unknown. 
Which parts of e-government that undermine the benefit of e-government in combating 
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corruption are dilutive. This study posits that establishing the comprehensive and inclusive 
national e-government by creating a national synergy of government information systems will 
reduce the corruption. Therefore, the scope of this this study is the interaction of government 
with citizens, business enterprises, and other government institutions using ICT for reducing 
corruption. 
Many scholars have attempted to examine the role, the impact, and the functionality of 
e-government in combating corruption. They agree that e-government reduce the opportunity 
through improvement in transparency and faster information delivery. However, I strongly 
believe that the transparency alone is not enough. Transparency should create something to 
empower government so that government become more immune from a disease namely 
corruption. This study attempts another way in examining the role of e-government in curbing 
corruption. E-government offers a better government interaction, a two-way communication, 
with stakeholders. Having these lines of argument, this study explores the government 
interaction for fighting corruption.  
Measuring the impact of e-government through the lenses of government interaction is 
the first attempt in literature. Therefore, this method and data are the originality of this study. 
Following works of Dawson (2009), one type of originality is about investigating the 
unexplored factors in the existing domain (Dawson, 2009). An unexplored factor in this study 
is the government interaction with stakeholders. And, the existing domain in this study is 
about the relationship between e-government and corruption.  With this new approach, this 
empirical study could help government for developing e-government that is not only for 
delivering public service or publishing huge information to the public through a website or 
portal but also for reducing the opportunity of corruption through public participations. 
Ultimately, this study will attempt to answer the following questions: 
• Among three improved interactions offered by e-government, which one is the 
least significant in curbing corruption? 
• How does the interaction support an anti-corruption strategy? 
• What are the key factors of those components altogether for performing best in 
anti-corruption strategy? 
• Does the government type (local and central) moderate the relationship between e-
Government and Corruption? 
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By investigating the impact of e-government on corruption, this study attempts to 
identify the link(s) between the government interactions with stakeholders using e-
government and the government vulnerability to corruption. Information about the link(s) 
may help clarify current discussions within new public management literature about the 
impact of e-government on corruption. Prior researches have indicated that e-government has 
transformed the government process by increasing transparency, public participation, and 
openness but how these improved interactions affect the corruption still remains unclear. 
1.3 Research Design 
The study adopts a multi-method approach of quantitative and qualitative research. 
The research uses a complementary method. Referring to Miles & Huberman (1994) 
quantitative and qualitative data are complementary each other. Quantitative data supports the 
qualitative data and also the other way around conversely. Qualitative data coded, 
paraphrased, summarized or subsumed in a larger structure are a part of the data reduction 
process. This study uses questionnaires and semi-structure interviews as the tools. 
 At the first phase, this study conducted a quantitative research that will employ 
multiple regression analysis. This analysis used secondary data from World Economic Forum 
and Transparency International. The purpose of this analysis is to find out the least significant 
interaction among three improved interaction offered by e-government, thus, answering the 
research question number one. The result of this first phase will become the object for the 
next phase of this study. 
The second phase conducted a qualitative research that will employ the result of the 
first phase, document analysis on a literature study, interview, and Focus Group Discussion 
(FGD). The purpose of those techniques is to gather descriptive information about the 
phenomena being investigated. The insights will complement the theoretical information 
gathered during the literature review and help refine the model, the research variables, and the 
proposed hypotheses. The insights will also help to ensure the completeness of the survey 
instruments (MacKenzie, Podsakoff, & Podsakoff, 2011). The result of this phase will clearly 
explain how such interaction could curb corruption, thus, answering the research question 
number two. 
The last phase of this study will conduct a survey to collect data to test the proposed 









Chapter 2: Literature Review 
2.1 Corruption 
2.1.1 The Concept and its Sources 
Corruption is not a new phenomenon in the world. It has existed since 
ancient times. The Roman Empire collapsed because of the massive corruption 
among Roman officers in the 5th century. They lived a luxurious lifestyle while the 
Empire was running out the money (MacMullen, 1990). Corruption also existed in 
the long history of Egypt Dynasty. The Nineteenth Dynasty of Egypt (ca. 1307 – 
1196 BCE) is a period in which corruption became massive and notable (Kamel, 
2008). In China during the Qin Dynasty, most of the imperial officers expected 
payback and accepted bribery from citizens because their remuneration was very 
poor (Fairbank, 1986). In Japan, during the Keitai Tenno or the reign of Emperor 
Keitai, there was a case of bribery involving a Japanese leader named Otomo-no-
Omuraji Kanamura and Kudura from Korean Peninsula. Kudura expected the 
Japanese leader to give four districts controlled by Japanese Court, Yamato 
(Shiobara, 2013). These examples show that corruption may hamper the progress of 
a nation. The type of corruption that was common in the ancient or pre-modern era 
was mainly bribery, kickbacks, and embezzlement. 
All countries in the world have experienced suffering from corruption. The 
forms, the costs, and the prevalence of corruption differ among countries. In 
developing countries, corruption inhibits economic growth by distorting the regional 
development and weakening governmental legitimacy. As a result, it worsens 
poverty and political instability. In developed countries, the effects of corruption are 
less severe, but it still damages the resources needed for improving the living 
standards (Elliott, 1997). Corruption in any form damages societal harmony and all 
the institutions in a civilized society. It undermines human dignity, freedom of 
speech, equity, equal opportunities, social development, universal distribution of 
wealth, the rule of law, and transparency and accountability in governance. In order 
to create a more harmonious society, a society must have common consent about 
combating corruption (Prasad, R.D., Pathak, 2005). Although all countries have 
problems with corruption, these problems differ in magnitude. The magnitude of 
corruption determines the model of national policy on combating corruption. 
Therefore, there is no single pattern of the strategy to curb corruption globally. 
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World Bank defines corruption as an abuse of public office for personal gain. 
Similarly, Transparency International states that corruption is the abuse of entrusted 
power for private gain. In addition, the abuse occurs at the cost of public goods 
(Karklins, 2002). Another analogous definition is that corruption is the use of public 
office facilities for private gain2 (Bardhan, 1997). By this definition, only public 
officers have the opportunity to be corrupt, since they are the only persons with the 
power to authorize the use and the allocation of public goods or services. These 
definitions imply that corruption involves two parties in executing an illicit 
transaction. These two parties are public sector agents as the service provider and 
private sector agents as the service receiver. The transaction illegally arranges the 
collective goods or services into exclusive gains (Heidenheimer & Johnston, 2006; 
Rose-Ackerman, 1978). Following this definition, corruption involves at least two 
persons: a government officer from the public sector and an employee from the 
private sector. These two persons intentionally violate the law to gain an exclusive 
benefit. 
In addition to the above definition of corruption, many scholars have 
explored corruption from many different points of view, such as economic, social, 
and political. They have attempted to establish a definition of corruption. Economic 
scholars consider corruption a give-and-take of either tangible or intangible goods in 
a quasi-market situation. Bribery and rent-seeking are the stereotypes of economic 
corruption (Andvig, Fjeldstad, Amundsen, & Soreide, 2000). While bribery is an 
effort to influence the decision-making process by giving money, such an exchange 
of tangible goods is not common in rent-seeking. Rent-seeking is a form of 
economic corruption in which the corrupt officials abuse their authority in the 
process of policy making to gather extra benefits by either eliminating or proposing 
particular economic barriers through a legislative approach. Rent-seeking is a form 
of economic corruption that involves not only legislature but also some corporations. 
Corporations attempt to influence the legislature to maintain their business needs. 
Rent-seeking hinders the quality of policy decisions so that the public cannot enjoy 
the benefit of such policies. Instead, the policy tends to deliver benefits for only a 
small group (Coolidge & Rose-Ackerman, 2000).  
                                                 
2 Bardhan, P. K. (1997). The Role of Governance in Economic Development: A Political Economy. OECD, page 16 
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Social scholars see social corruption as a corrupt behavior that involves a 
group of individuals with the same interests in the form of clientelism, nepotism, and 
favoritism. From a social perspective, corruption generates a large impact on social 
and cultural aspects through an exchange of both material and non-material benefits 
based on exclusive criteria (UNDP, 2008).  
From political science, there are three types of corruption: political 
corruption, bureaucratic corruption, and petty corruption. Political corruption is a 
form of corruption that involves individuals’ wealth, status, and power to influence 
the political system to gain a political advantage. Conversely, political corruption 
occurs when high-rank government officers, together with legislature, use their 
combined authority to obtain an exclusive benefit such as reputation, money, and 
services. Political corruption takes place with high-ranking government officials and 
legislative members. It is extended further by them in the process of policy making 
or in the establishment of legislation structure to deliver benefits for the corrupt 
officials (Yadav, 2011). Political corruption, in practice, creates a lower-layer 
corruption that is known as bureaucratic corruption. Bureaucratic corruption is a 
form of corruption that occurs in the administration of public policy. It involves 
high-ranking and mid-ranking government officials. It seeks to intrude on public 
service delivery processes, such as obtaining a license and getting permission by 
changing the process sequence, forging tariffs, and giving extra money to 
government officers. The last form is petty corruption. This type of corruption is 
very common in developing countries in the form of speed money and bribery. The 
actors in a petty corruption case are commonly clerical staff and low-ranking 
officers. They do not have substantial power, but they have access to mediate the 
system.   
Another relevant definition of corruption is that corruption is the exclusive 
arrangement between two parties representing supply and demand, in which one of 
them has the power to distribute a resource either immediately or in the future. The 
arrangement includes the use or abuse of public resources for an exclusive benefit 
(Macrae, 1982). Violating the law is not the focus in this definition. Rather, this 
definition posits that the corruption is hidden and clandestine, and thus the 
corruption is hard to measure. 
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A corruption scheme has proven difficult due to its behavior, which is unseen 
for the purpose of direct, unbiased, and measurable observation (Andvig, Fjeldstad, 
Amundsen, & Soreide, 2001). Corruption activities involve two parties where one 
party has a power of resource allocation while another is the potential receiver of 
such resource, resulting in the use of public facilities for private gain (Macrae, 1982). 
Corruption harms most government institutions due to the fact that government 
officials and politicians are self-maximizers. They work together to establish their 
interests by maintaining and controlling regulations (Cheung, 2007). 
In the above definitions of corruption, most scholars focused on the actor 
involved in the corruption, compliance with the law, and private gain. They did not 
make a clear link between the purpose of private gain in corruption and the 
distortion of economic growth caused by corruption. I believe that the main 
component of corruption that causes economic distortion is the state loss. According 
to this proposition, an unlawful act by public officers committed secretly for their 
private gain is not necessarily considered corruption unless there is a quantifiable 
state loss as a consequence of that act.  Hence, in addition to the definitions above, I 
conclude that there are five attributes of corruption. These attributes are as follows: 
- A perpetrator who has the power to allocate public goods or services. 
Since the perpetrator has the power to allocate public goods, the perpetrator 
could be either a government officer or a politician. 
- Goods or services that are transferred exclusively to another party for 
private benefits. The goods or services could be public properties, 
permissions, contracts, licenses, political supports, or public funds. 
- The process of allocating, distributing, and transferring the public goods or 
services violates the law. 
- The perpetrator conceals the case. The perpetrator usually twists the real 
information and tells untrue information to the public. 
- The act creates a state loss. This loss could be in the form of money, 
reputation, or malfunction of public services. 
Not only the definitions but also the identified forms of corruption vary 
among scholars. Lambsdorff, for example, has identified bribery, extortion, 
embezzlement, and fraud as the forms of corruption (J. G. Lambsdorff, 2007). 
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Andvig lists bribery, embezzlement, fraud, extortion, and favoritism as the forms of 
corruption (Andvig et al., 2001). The United Nations Development Program 
(UNDP) has the most comprehensive list of forms of corruption. According to 
UNDP, there are 13 forms of corruption that are pervasive in a government 
institution. These 13 forms are speed money, bribery, embezzlement, fraud, 
kickback, extortion, peddling influence, cronyism/clientelism, nepotism, patronage, 
insider trading, abuse of public property, and money laundering (UNDP, 2008). 
Table 2.1 shows the forms of corruption. 
While UNDP and other scholars identify many forms of corruption including 
fraud, some professional organizations, such as the Association of Certified Fraud 
Examiners (ACFE), American Institute of Certified Public Accountants (AICPA), 
and Institute of Internal Auditors (IIA) have a different view of forms of corruption. 
These organization put corruption as a form of fraud. According to Black’s Law 
Dictionary, fraud is a knowing misrepresentation of the truth or concealment of a 
material fact to induce another to act to his or her detriment (Garner, 2011). There 
are three situations that coexist when fraud occurs: opportunity, pressure, and 
rationalization (Cressey, 1973). This is known as the fraud triangle.  
Undoubtedly, there are two groups that differ in identifying the corruption 
and fraud as the main financial crimes. The first group is governmental-based 
international organizations. They classify farud as a form of corruption. The second 
group is professional-based organization. They classify corruption as a form of fraud. 
The second group uses the occupational fraud tree, endorsed by ACFE, as the 
framework for defining the corruption. This framework states that corruption is a 
part of fraud along with Asset Misappropriation and Financial Statement Fraud 
(Wells, 2013), as shown in Figure 2.1.  
Regarding the different concern about forms of corruption and fraud, this 
study will use the forms of corruption proposed by international governmental-based 
organization, in this case, UNDP. Government as a regulator has power to allocate 
resource in national scale. Therefore, corruption is more prevalence than fraud in 
government institutions. However, both corruption and fraud are the financial crime. 
Into some extents, literatures and theories on fraud are still relevant in discussion 
about corruption. Fraud Triangle, Executive Fraud Triangle, and Fraud Tree are 
some examples of references about fraud that are relevant in discussing corruption. 
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Also, theories from criminology especially crime prevention theory are relevant in 
discussing corruption since corruption is also a criminal act. This study will use 
these theories for explaining the causes of corruption in next section.  
Lambsdorff Andvig et al UNDP ACFE 
Bribery Bribery Bribery Bribery 
Extortion Extortion Extortion Economic Extortion 
Embezzlement Embezzlement Embezzlement  
Fraud Fraud Fraud Ref. Figure 2.1.1.1 
 Favoritism Cronyism / Clientelism  
  Speed Money Illegal Gratuities 
  Kickback  
  Peddling Influence Conflict of Interest 
  Nepotism  
  Patronage  
  Insider Trading  
  Money Laundering   
  Abuse of Public Property  
Table 2.1 Forms of Corruption3 
 
Figure 2.1 Fraud Tree (compacted)4 
 
                                                 
3 Compiled by author 
4 Source: ACFE Website, http://www.acfe.com/fraud-tree.aspx 
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Since corruption is acknowledged as a disease for economic growth, public 
officers (government officers, politicians, or civil servants) have a responsibility to 
eliminate corruption. However, as discussed in the previous section, corruption 
always involves at least one public officer who has the power of allocating public 
resources. There is a moral problem behind a corruption case, such that the public 
officers choose to act in a way that disrupts the public expectation of good economic 
growth. To address the appropriate initiatives to protect public officers from 
corruption, knowing the reasons for engaging in corruption is essential. 
From the above definition of corruption, all corruption cases involve one or 
more government officers. Also, most corruption cases contain money, goods, or 
services, while some cases comprise a combination of all of these. The source of 
corruption is a condition under which the corruption most likely occurs. Low wages 
of government officers, natural resource exploration, and quality of government are 
some of the sources of corruption. There are four types of determinants of corruption 
(Seldadyo & de Haan, 2006): Economic Determinants, Political Determinants, 
Bureaucratic and Regulatory Determinants, and Demographic Determinants. Table 
2.2 shown the detailed determinants of corruption. 
Economic  Political  Bureaucratic  Demographic  
- Income 
- Income Distribution 
- Govt. Expenditure  
- Govt. Revenue 
- Govt. Transfer to 
lower level 
- Black Market 
Premium 
- Inflation 
- Foreign Aid 
- Import Share 
- Trade Openness 
- Economic Freedom 
- Entry Barriers 
- Structural Reform 
- Infrastructure 
- Budget Constraint 
- Democracy 
- Press Freedom 
- Decentralization 
- Closed System 
- District Magnitude 
- Presidentialism 
- Number of Political 
Party 





- Central Planning 
- Women in Public 
Position 
- Government Wage 
- Quality of 
Bureaucracy 
- Merit System 
- Rule of Law 
- Religious Affiliation 
- Ethnic Heterogeneity 
- Colonial Past 
- Distance to Large 
Exporter 
- Legal Origin 
- Masculinity 




- Female Labor Force 
Table 2.2 Determinants of Corruption5 (Seldadyo, 2006) 
 These determinants could become the embryo of monopolistic practice, the 
reason for discretion, and the parasite to accountability. Entry barriers in the 
economic determinant group may lead to an unfair competition and the creation of a 
monopoly. Unfair competition leads to more rent-seeking opportunities and more 
incentive for corruption (Broadman & Recanatini, 2001). Moreover, the political 
party level is where corruption begins. Political parties may significantly increase 
the scope of corruption by suppressing transparency and the freedom of the press. 
Furthermore, through a political party as a vehicle, a politician seeks opportunities 
for rent-seeking practices (Brunetti & Weder, 2003; Chang & Golden, 2007; Yadav, 
2011). Low government wage is another source of corruption, because it not only 
leads to monopolistic practice but also attracts bribery (Rijckeghem & Weder, 1997). 
Also, empirically, countries with high natural resources are targets of corruption. A 
natural resource is an ample source of corruption (Leite & Weidmann, 1999). 
Government officers tend to monopolize their authority on a single natural resource 
due to its capital intensive. Overall, these sources of corruption are the arena of 
government officers to use their power for their private benefit by the creating a 
monopoly, applying discretion, avoiding transparency, and hindering accountability. 
Robert Klitgaard created an equation model of corruption to give a clearer 
idea of the circumstances that support the occurrence of corruption (Klitgaard, 1988). 
He used Patron-Agency-Client (PAC) Analysis, which is represented by the 
following equation6:  
Corruption = Monopoly + Discretion – Accountability / 
Transparency 
 
When an organization or a person has monopolistic power over goods or 
services and discretion to decide who will receive them and how much that person 
will get, and none of this information is transparent nor accountable, corruption 
                                                 
5 Seldadyo, H., & de Haan, J. (2006). The determinants of corruption: A literature survey and new evidence, 
page 17-27 
6 Klitgaard, R. (1988). Controlling Corruption. University of California Press, page 75 
16 
 
tends to occur (Klitgaard, 1988). Referring to the five elements of corruption, 
monopoly in this equation identifies public officers as the public resource owners, as 
there is no other person to authorize the same resource. For example, no institution 
has the authority to issue a passport other than the regional office of the ministry of 
human rights and law affairs. The greater the monopoly, the greater the opportunity 
for committing corruption. Next, discretion represents the power of public officers to 
allocate and assign the resources either by law or by subjectivity. For example, to 
some extent, an officer in the regional office can create priority on the completion 
process of the passport. Ceteris paribus, some people may receive a passport in 3 
days while others receive a passport only after a week or more. In some countries, 
discretion by public officers is protected by law. The higher the discretion, the 
greater the opportunity to commit corruption. The last category is accountability, 
which is close to transparency. It relates to the nature of corruption, which is hidden 
and clandestine. Accountability is negative because, in a corruption case, the 
perpetrators hide the real information, thus lying to the public. The failure of public 
officers to tell the real information to the public leads to the possibility of corruption. 
2.1.2 Causes and Consequences  
The well-known theory of financial crime, including fraud and corruption, is 
the Fraud Triangle theory. According to this theory, in most financial crime cases, 
there are three conditions that always follow the case; pressure, rationalization, and 
opportunity (Cressey, 1973). The Fraud Triangle is a generally accepted theory for 
identifying and assessing fraud risk (Vona, 2008). Aghghaleh et al. (2014) studied 
the usefulness of the Fraud Triangle for preventing fraud (Aghghaleh, Iskandar, & 




Figure 2.2 Fraud Triangle7 
 In the Fraud Triangle, Cressey describes pressure as non-sharable problems. 
These problems may include both financial and non-financial problems (Albrecht, 
Albrecht, & Albrecht, 2008; Murdock, 2008). A government officer may engage in 
corruption to get some extra money for financial purposes such as paying a personal 
debt. In most cases, the financial problems occur as a result of non-financial 
problems such as lifestyle, social status, and personal failure. 
There is no case in which the public officers involved do not understand that 
corruption is prohibited. They know that corruption is an unlawful act, but they still 
continue to commit it. The reason for this is that they find some justification to make 
corruption permissible. This is what Cressey describes as rationalization in the Fraud 
Triangle. Personal attitude significantly characterizes the rationalization in the Fraud 
Triangle. Attitudes can lead one or more individuals to commit fraud without being 
regretful. The more it is queried, the more likely fraud is to occur as a result of by 
rationalization (Lou & Wang, 2011). The perpetrator believes that what he or she is 
doing is common within his or her environment. He or she may witness similar cases 
conducted by his or her colleagues and a lack of resulting punishment. There is a 
                                                 
7 Cressey, D. R. (1973). Other people’s money. Patterson Smith, page 114-116 
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theory called the Theory of Delinquency (Sykes & Matza, 1957) that explains the 
types of rationalization. There are five stereotypes of rationalization8: 
- Denial of responsibility. 
This is the type of rationalization in which the perpetrator believes that 
other people will do the same thing if they face a similar problem. 
- Denial of injury. 
This type of rationalization indicates that the perpetrator believes that the 
unlawful act does not harm other people. 
- Denial of victim. 
To some extent, the unlawful act caused some injury to other people. 
However, the perpetrator assumes that an injury is a form of punishment to 
the victim, not a consequence of the unlawful act committed by the 
perpetrator. 
- The condemnation of the condemners. 
This type of rationalization describes committing an unlawful act due to 
the assumption that the perpetrator was treated severely in the organization. 
- Appeal to higher loyalties. 
In this situation, the perpetrator faces a dilemma. The perpetrator has to 
choose whether to follow the social group norm to which he or she belongs 
to but violate the common norm or to follow the common norm but violate 
the social group norm. In this type of rationalization, the perpetrator 
justified the unlawful act by asserting that the social group norm is at a 
higher level than the common norm. 
The last element is opportunity. No matter how strong is the pressure and 
how smart is the rationalization, corruption will not occur if the opportunity to 
commit corruption does not exist. Among three elements in the Fraud Triangle, 
opportunity is the most likely system-related element and provides the most 
actionable route to deter corruption. Strengthening internal control and developing 
information technology solutions are the common initiatives to prevent the 
opportunity of committing corruption (Cendrowski, Petro, Martin, & Wadecki, 
                                                 
8 See, Sykes & Matza, 1957, page 664–670 
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2007). Opportunity can be measured by the existence of related party transactions, 
lack of control, and dominant management style (Ming & Wong, 2003). 
The advantage of the Fraud Triangle Theory is that it focuses on a specific 
circumstance of a corrupt official instead of looking for general causal factors. The 
theory is illustrated the moment a perpetrator calculates whether to become corrupt 
or not. It starts with the condition of having a non-sharable problem, followed by 
thinking of a justification for the corruption, and finally seeking the opportunity to 
proceed with the corruption. However, the Fraud Triangle theory has some critics, as 
that it cannot explain corruption thoroughly because two factors in it are 
unobservable variables: pressure and rationalization. Also, regarding opportunity, 
the theory ignored the capabilities of perpetrator. 
Downing, in (Laura Downing, 2015), extended the Fraud Triangle, 
specifically on the pressure side, to explain why people with high rank and high 
income still behave similarly to ordinary people. These behaviors include cheating, 
lying, dealing with people from a superior position, and using organizational assets 
improperly. Also, in the report, ACFE reported that “The higher the perpetrator’s 
level of authority, the greater fraud losses tend to be.”9 There are three factors that 
drive people at the executive level to commit fraud: Greed, Pride, and Entitlement. 
The model is called The Executive Fraud Triangle. The following figure depicts the 
triangle. 
                                                 




Figure 2.3 Executive Fraud Triangle10 
 
The aforementioned cause of corruption is primarily based on human 
behavior. People commit corruption for individual reasons. However, political 
science scholars view corruption as a result of an unhealthy organizational structure. 
They view corruption as being caused by lack of transparency, accountability, 
governance, and inter-governmental control systems (Doig & Theobald, 2000). 
Corruption is a consequence of malfunctions of a democratic state, weak ethical 
leadership and the non-existence of good governance practices (Hope, Chikulo, & 
Macmillan, 1999). Corruption is the outcome of a lack of law enforcement, economy, 
and a political regime. Corruption exists when the management of the state is not 
going well.  It is a warning sign of the misconduct in managing the state (Rose-
Ackerman, 1999). Moreover, political scientists argue that there is a correlation 
between the democratic system and corruption. For example, in non-democratic 
countries, governments reduce the impact of corruption by controlling each level of 
governmental functions. By controlling all levels of governmental functions, non-
democratic countries execute stricter supervision on all aspects of state policy, 
including economic and political affairs. As a result, the government has full control 
of corruption, which could be good or bad. This type of supervision enables the 
government to make corruption more predictable. As a result, the impact of 
                                                 
10 Source: http://www.acfe.com/article.aspx?id=4294988229 
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corruption will not be massively destructive (Edgardo Campos, Lien, & Pradhan, 
1999).  
Unlike Cressey, political scholars are not much interested in the motives of a 
perpetrator. They mainly look at the middle level of the perpetrator’s institution and 
the surrounding environment instead of the personal background of the corrupt 
official. They imply that once an institution has a culture of corruption, those who 
work for this organization or interact with it are also vulnerable to becoming corrupt. 
To some extent, those who continue avoiding corruption in such situations are 
considered traitors. 
Social scholars also have a different perspective on identifying the cause of 
corruption. They make a distinction between the official role and individual 
obligations of perpetrators. They assume that the perception of corruption is 
influenced by the culture and social group norms. Whether a public officer engages 
in corruption or not depends on the culture even though it is prohibited by law. 
Rose-Ackerman gave an example of this situation in his book (Rose-Ackerman, 
1999). 
“In the private sector, gift giving is pervasive and highly 
valued, and it seems natural to provide jobs and contracts to 
one’s friends and relations. No one sees any reason not to 
carry over such practices into the public realm. In fact, the 
very idea of sharp distinction between private and public life 
seems alien to many people.”11 
Another perspective of social science studies on corruption research is that 
neo-patrimonialism can explain the origin of a corruption case. In Africa and most 
developing countries, for example, Coolidge et. al (2000) and Hope et. al. (2000) 
have found that the essential characteristic of governance is that it is established on 
particular relationships. As a result, there are difficulties in differentiating private 
and public affairs and interests (Coolidge & Rose-Ackerman, 2000; Hope et al., 
1999). The typical characteristic of this concept of governance is the wide 
opportunity for high-ranking officers to engage in rent-seeking activity through 
                                                 
11 Rose-Ackerman, S. (1999). Corruption and Government: causes, consequences, and reform. Cambridge 
University Press, p. 91 
22 
 
excessive intervention in the policy making process. This intervention usually 
creates and encourages a monopolistic practice that may lead to inefficiencies. Also, 
this intervention generates contradictory government policy that may impede overall 
economic growth (Coolidge & Rose-Ackerman, 2000). Corruption can be seen as a 
stage that developing countries have to experience before becoming the developed 
countries. Therefore, it can be inferred that there is no chance for developing 
countries to be free from corruption unless they have reached all the prerequisites of 
a developed country. 
Among these approaches to the causes of corruption, this study will use the 
Fraud Triangle introduced by Cressey. The Fraud Triangle identifies three factors 
without which corruption will not occur. Without the presence of those factors, any 
sources of corruption will be, at best, the source of people’s prosperity. 
Corruption distorts these sources from people’s prosperity in a country and 
limits the benefits only for certain individuals (Rose-Ackerman, 1999). First of all, 
corruption creates inefficiency in both government and market, thus, hampering 
country’s competitiveness. Secondly, corruption amplifies the social gap in a 
country by altering the distribution of national resources. Thirdly, corruption hinders 
the reputation of a government institution and distracts government to gain trust of 
people. 
Inefficiency in government and market requires additional cost from citizens 
and business enterprises. Citizens should sacrifice their time and money because 
they have visits several desks in a government institution to get what they should 
have from a government service such as license, permit note, and any other citizenry 
documents. The similar situation also applied to a business enterprises. They should 
spend more money to bribe a government officer for speeding up their business-
related application. Every year, World Bank Groups publishes the Doing Business 
Report. The report, into some extents, portrays how bad the corruption in a country 
in creating such inefficiencies (World Bank, 2017). 
 Corruption unequally distributes the benefits from natural resources. Only 
certain groups of individuals are able to earn most benefit. Those who are rich 
become richer and the poor become poorer. Through rent-seeking, for example, 
those who are relatively closer to the core of authority have more opportunity to 
receive most benefit than those who are far from the core of authority. Through 
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embezzlement, those who hold authority for distributing the subsidies have more 
opportunity to retain some portion of subsidies for private needs (Rose-Ackerman, 
2002). 
One or two decades ago, there has been an opinion that corruption is a 
lubricant for economic development. Corruption increases productivity and speed up 
the public service delivery. By allocating some amount of money, citizens can save 
their time for completing several procedures in obtaining permit note. By arranging 
the bid winner in a procurement process, government can speed up the process of 
infrastructure development. However, the opinion is not relevant anymore. Such 
activities that involve corrupt behavior from government officers hamper the 
reputation of government. People perceives a negative performance of government. 
As a consequence, people may become ignorant to what government do. Corruption 
Perception Index published by Transparency International portrays this situation in a 
country (Transparency International, 2014). 
Ultimately, Corruption is a disease. A disease that undermine both private 
and public sector’s finance and assets. Corruption harms government reputation, 
thus, demoralizing government’s employees. Moreover, corruption prevent both 
public and private sector from practicing the business healthy and accountable 
(Elliott, 1997; Reinikka & Svensson, 2005).  
2.1.3 Measuring Corruption 
Corruption is usually a clandestine activity, which makes it difficult to 
measure directly. In addition to being clandestine in nature, the definition and the 
concept of corruption are still blurred in discussions about it (Farrales, 2005). As 
explained in the previous section, there are three types of corruption based on its 
magnitude, from the petty corruption that includes bribery and speed money to 
political corruption that includes kickback and rent-seeking. Hitherto, 
operationalizing corruption has been difficult. As a consequence, measuring 
corruption is a hard effort. Due to the lack of an operationalization construct, 
measuring corruption is always bias within a given context, such as perception. Also, 
most corrupt behavior cannot be observed directly. Therefore, any attempt to 




There is one obvious measurable item of corruption – the court cases of 
corruption. Corruption court cases can provide an observable measure. However, 
there are several issues with using such observations (Andvig et al., 2000). First, 
using court cases as an indicator for measuring the corruption depends on the trust 
placed in the judiciary agencies. Differences obviously exist among countries in the 
level of trust in judicative institutions. As a consequence, conducting observations 
will be challenging in a cross-country analysis. Second, the priorities in judicial 
activity are commonly based on political priorities. These priorities usually 
determine which cases are prosecuted first. Hence, corruption court cases indicate 
more about the efficiency in the judicial administration rather than the incidence of 
corruption in a country (Goel & Nelson, 2011). In addition to information from 
judicial institutions, information gathered from other institutions, such as police and 
other law enforcement institutions’ reports on corruption, provides the stakeholders 
with alternative resources for measuring corruption. However, the reliability of 
reports from those institutions is either relatively unpredictable or partial (Andvig et 
al., 2001). 
Despite the low quality of information from such institutions, journalism 
offers an alternative resource for not only measuring corruption but also 
discouraging government officials from exercising corrupt behavior (Reinikka & 
Svensson, 2005). However, using information extract from newspapers, television 
and other media to measure corruption is still challenging. Similar to court cases and 
institutions’ reports, news and media reports of corruption are biased, since they 
tend to select only the cases through which they can reach the public’s attention. 
They thus have a tendency to prioritize high-exposure or sensational cases. This 
tendency, again, creates a bias as they cannot scrutinize or broadcast the more 
prevalent everyday corrupt activities. Furthermore, the level of how far the news and 
media can expose a corruption case relates to the level of press freedom, which 
differs across countries. Therefore, press freedom is a significant instrument for 
obtaining effective media participation in fighting corruption (Brunetti & Weder, 
2003). Also, exposing a corruption case to the public may endanger the journalist.  
Despite the difficulties in defining and conceptualizing corruption, some 
organizations have made efforts to establish a reliable measurement for quantifying 
corruption. Currently, perception is a de-facto indicator for quantifying corruption. 
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Public perception, business perception, and expert perception of corruption are the 
observable items for measuring corruption. There has been a set of academic debates 
to identify the most appropriate concept for measuring corruption between 
perception and experience (Donchev & Ujhelyi, 2014; Kaufmann, Kraay, & 
Mastruzzi, 2007).  
The following list enumerates some indexes on corruption created by 
international organizations. These indexes are frequently cited in most literature 
about corruption (J. G. Lambsdorff, 2007). 
• The International Country Risk Guide (ICRG) 
The ICRG first published this report in 1980. Its long experience in measuring 
corruption gives ICRG a complete country risk analysis dataset. ICRG releases 
a country risk analysis for 140 countries every month. Political Risk Services 
Group, which was established in 1979, releases the ICRG continuously. The 
Political Risk Services Group is the pioneer in providing international 
companies with a political and country risk dataset. The country risk includes 
the country’s financial risk, economic risk, and political risk. The ICRG covers 
several country indicators. One of these indicators is the scale of bureaucratic 
quality. This indicator is the one most related to corruption. The scale employs 
expert opinions on a scale from one to six. This score portrays the efficiency 
and the predictability of the government processes (Johnson, Kaufmann, & 
Zoido-Lobaton, 1999). In addition to the bureaucratic quality scale, The ICRG 
also use Rule-of-Law as one of the indicators. The score of that indicator also 
ranges from zero to six. The score measures the enforcement of law and order 
in the country.  
• Corruption Perception Index (CPI) 
Since 1995, Transparency International has been consistently releasing a 
yearly Corruption Perception Index (CPI). CPI measures the perception, not 
the actual experience of committing corruption. Transparency International 
calculates CPI using several existing surveys from businesspeople, country 
experts, analysts, and citizens (Mitchell, 1998). Transparency International 
uses international secondary data from various self-governing institutions such 
as The World Bank, World Economic Forum, Wall Street Journal, University 
of Basel, and Central European Economic Review (CEER). Table 2.1.3.1 
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shown the full list of data sources. The CPI estimates the degree of public 
perception of corruption that surrounds public officers, including politicians 
and government officers (G. Lambsdorff, 1999). This index places countries 
on a scale from 0 (highly corrupt) to 100 (very little corruption).  
Transparency International has claimed that the CPI helps policy makers to 
design an anti-corruption strategy. Most policy makers refer to the CPI as the 
main reference to find out how severe corruption is in a country. Undoubtedly, 
the CPI has become the most frequently used index of corruption (Andvig et 
al., 2000; G. Lambsdorff, 1999; Svensson, 2005). The CPI has major strengths, 
such that policymakers use it as a main reference. Firstly, among 17 polls and 
surveys used by the CPI, a high degree of correlation exists. Secondly, the 
surveys take into account a wide range of corrupt practices without 
differentiating the magnitude of corruption – that is, political corruption, 
bureaucratic corruption, and petty corruption (G. Lambsdorff, 1999). However, 
there are some caveats to understanding the CPI accurately. First, the CPI 
accepted unbalanced data among evaluated countries. Only some countries 
provide surveys on all 17 polls. The CPI includes countries with at least three 
of these surveys in the index. As a consequence, some countries are excluded 
from the index due to the lack of sources. Secondly, the CPI use perception as 
a basis for calculating the index. The means that it does not represent a linear 
valuation of the country’s position on the CPI list. For example, in 2014, Italy 
and Portugal were ranked 69 and 31, respectively. The position on the CPI list 
does not indicate that the Portugal is half as corrupt as Italy. Considering its 
index calculation, the best use of the index is for perceiving movement over 
time and benchmarking the comparative positions of one country to another 
(Galtung & Pope, 1999).  
• Control of Corruption 
Since 1996, the World Bank has been consistently releasing a yearly World 
Governance Index (WGI). There are six indicators that form the index: Voice 
and Accountability, Government Effectiveness, Rule of Law, Political Stability 
and Absence of Violence, Regulator Quality, and Control of Corruption. 
Control of Corruption (CC) is the indicator that represents the perception of the 
extent to which public officers use their power for private gain. Similar to CPI, 
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Control of Corruption measures the perception, not the experience of 
committing corruption. To produce Control of Corruption, the World Bank 
commenced the investigation by accumulating an index of corruption and its 
variables. They used only those variables that comprise useful evidence for 
assessing the quality of Control of Corruption in several countries.  
To generate the index, the World Bank uses various data sources such as 
African Development Bank, Afrobarometer, and Asian Development Bank. 
Table 2.1.3.1 shown the full list of data sources. Similar to the CPI, the Control 
of Corruption Index helps the policy makers to design an anti-corruption 
strategy. In the World Governance Indicator for the year 2015, the Control of 
Corruption indicator refers to 21 sources with 40 indicators. Control of 
Corruption has scores ranged from 2.5 (a country with less corruption) to -2.5 
(a country with a highly corrupt government).  
The CPI and CC are the most cited corruption indexes in the literature 
despite their imperfect explanation of all levels of corruption. Moreover, the CPI and 
the CC are highly correlated; as a consequence, choosing either CPI or CC as a 
variable for examining the corruption in a country or an empirical study is not a 
major issue. Moreover, these three indexes of corruption are strongly correlated. For 
example, the CPI and CC indexes were correlated at above 0.9 for consecutive years,  
as shown in Table 2.3, since the first edition of CPI and CC indexes (Chabova, 
2016). The high correlation among corruption measures shows that a corrupt country 
is a corrupt country regardless of what index is taken as a benchmark. For example, 
North Korea, Myanmar, Somalia, and Sudan are among the most corrupt countries 
according to these three measures. In addition, the CC and CPI use the data from the 
same organizations for measuring the indicators. Table 2.4 shows the side-by-side 
data sources used in the Corruption Perception Index and Control of Corruption 
Index. While those two indexes use some variations in formulating and calculating 
the indexes, the high correlation between them indicates the consistent level of 




Table 2.3 Correlation between CPI and CC for year 1996-201412 
(Chabova, 2016) 
 
List of Data Sources 
Corruption Perception Index Control of Corruption 
1. African Development Bank 
Governance Ratings  
2. Bertelsmann Foundation Sustainable 
Governance Indicators 
3. Bertelsmann Foundation 
Transformation Index 
4. Economist Intelligence Unit Country 
Risk Ratings 
5. Freedom House Nations in Transit 
6. Global Insight Country Risk Ratings 
7. IMD World Competitiveness 
Yearbook 
8. Political and Economic Risk 
Consultancy Asian Intelligence 
9. Political Risk Services International 
1. African Development Bank Country 
Policy and Institutions Assessments 
2. Afrobarometer 
3. Asian Development Bank Country 
Policy and Institutional Assessments 
4. Bertelsmann Transformation Index 
5. Business Enterprise Environment 
Survey 
6. Economist Intelligence Unit Risk and 
Democracy Index 
7. Freedom House 
8. Freedom House Country at the 
Crossroads 
9. Gallup World Poll 
10. Global Insight Business Conditions 
                                                 
12 Chabova, K. (2016). Measuring corruption in Europe: public opinion surveys and composite indices, on 
section “6.1 Composite indicators” 
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Country Risk Guide 
10. World Bank – Country Policy and 
Institutional Assessment 
11. World Economic Forum Executive 
Opinion Survey (EOS) 
12. World Justice Project Rule of Law 
Index 
and Risk Indicators 
11. Global Integrity Report 
12. IFAD Rural Sector Performance 
Assessments 
13. Institute for Management and 
Development World Competitiveness 
Yearbook 
14. Institutional Profiles Database 
15. Latinobarometro 
16. Political Economic Risk Consultancy 
Corruption in Asia Survey 
17. Political Risk Services International 
Country Risk Guide 
18. Transparency International Global 
Corruption Barometer Survey 
19. Vanderbilt University Americas 
Barometer 
20. World Bank Country Policy and 
Institutional Assessments 
21. World Economic Forum Global 
Competitiveness Report 
22. World Justice Project Rule of Law 
Index 
Table 2.4 List of Data Sources for Measuring Corruption13 
 
Given the arguments from the prior section, Figure 2.4 summarizes the cycle of 
corruption, which could give some insight into which stage of corruption is feasible to be 
suppressed by a specific strategy. 
 
                                                 




Figure 2.4 Cycle of Corruption14 
2.2 Anti-Corruption Pattern 
Almost every discussion or research on corruption highlights governance as one of the 
discussed topics. The four pillars of the principles of governance are the elements that 
negatively influence the corruption. These pillars are leadership (tone at the top), transparency, 
integrity, and accountability. First of all, corruption does not occur voluntarily but instantiate 
consciously by a role model who has higher authority in an organization. It is similar to what 
was concluded by Morgan (1998) that the unethical behavior is a rational choice that appears 
due to the existing role model in an organization who was committing an illegal action. Tone 
at the top in governance represents the importance of leader’s behavior. The next is 
transparency and accountability. These terminologies are reciprocal each other. Transparency 
gives benefit to accountability, vice versa. Most empirical studies concluded that transparency 
and accountability are the medicine to heal the country from corruption diseases. 
Transparency and Accountability are the tools for solving the Principal-Agent Problem and 
Asymmetric Information between the resource owner and resource user; between government 
officers and citizens. The last is integrity. Integrity is a part of personal attributes. It represents 
the ability to be prudent and to resist of both pressures, i.e., a financial or non-financial 
pressure. 
In addition to these four pillars of governance, the discussion on corruption frequently 
mentions three situations in which all of these situations occurred in almost corruption 
                                                 
14 Source: Author 
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incidents. These situations are pressure, rationalization, and opportunity. These three 
situations are well-known as the fraud triangle. The pillars of governance are the tool for 
suppressing any situations in the fraud triangle, thus alleviating the corruption incidents in an 
organization. The following figure visually explains the relationship between these pillars and 
individual situations in the fraud triangle. 
  
Figure 2.5. Pillars of Governance and Fraud Triangle15 
 Anti-corruption strategy in most countries involves initiatives of promoting and 
increasing these pillars of governance, i.e., transparency, accountability, and integrity. Such 
efforts require sponsorship from the leader that represent the tone at the top to strengthen the 
strategy. There is no governance implementation without any objectives of combating 
corruption. 
Similar to the definition of corruption, there are a lot of theoretical approaches used by 
government agencies for evaluating the corruption incidents and formulating the proper 
methods to prevent the illicit acts. Among these approaches, there is uniqueness in each 
approach so that it is not projected to choose the best approach. Instead, the differences in 
these approaches represent the diversity of the problems in each institution in every country 
that need a particular approach to solve them. In foreign aid practices, there are two types of 
                                                 
15 Source: Author 
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country, i.e., the donor country and the recipient country. The anti-corruption strategy in 
donor countries may differ from such strategy in recipient countries commonly labeled by 
developing countries or least-developed countries. The following part in this section studied 
the anti-corruption in some developing countries which, in turn, starting with India. 
According to the last five years of Corruption Perception Index (CPI), India scored the 
below average index. The following chart shows the CPI Score of India for the year 2012 to 
2016 
  
Figure 2.6 India's CPI for 2012-201616 
Scholars see the corruption in India is inherent in India culture. Indian culture 
recognizes both baksheesh and extortion are the examples of acceptable voluntary payment. 
In addition to cultural perspective of corruption, there are other sources of corruption in India. 
Poor salaries of public officers, a complex structure of bureaucracy, and a systemic corruption 
involving the politicians and government officers contribute to the institutionalization of 
corruption in government institutions at all levels (Chakraborty, 2011). The typical corruption 
                                                 
16 Complied by author from Corruption Perception Index Report year 2012-2016 
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in India is due to the monopolistic nature of government officers. Government officers have 
authority to provide citizens with sanitation, electricity, and other citizenry services. In this 
typical corruption, government officers have an opportunity to take some benefits from those 
who need essential government services. Another type of corruption in Indian related to the 
absence of transparency. The lack of transparency opens the enormous opportunity for 
government officers to treat the stakeholders unequally. In the procurement process, for 
example, those who are willing to give bribe to the procurement committee would likely to 
gain more favor than those who are not. 
There have been numerous efforts of the Indian government to ensure good 
government governance thereby lessen the corruption. These efforts include laws for against 
corruption including the preventing and enforcement against corruption. The oldest law on 
corruption in India is the Indian Penal Code (IPC) promulgated in 1860. The law stated that it 
is prohibited for government officers to receive a bribe. Those who were caught in doing 
these unlawful acts shall be punished with certain imprisonment. The further law, which is 
specific for corruption, is The Prevention Corruption Act (PCA). Indian government enacted 
PCA in 1955 after independence 1945. In 1988, Indian government amended the PCA by 
consolidating the existing laws including the IPC and the Criminal Law 1944. Therefore, the 
new PCA 1988 attached the criminal acts under IPC to corruption in public and private 
sectors. This corruption includes active and passive bribery, extortion, bribery of foreign 
officials, abuse of office, and money laundering (Chene, 2009). Also in 1988, India 
government release the Benami17 Transaction Act for preventing Benami transaction. Benami 
transaction is the transaction of using another person’s credential to purchase a property. The 
act prohibits any Benami transaction except in his wife or unmarried daughter’s name. As a 
subsequent act of Benami Act, India government also ratified the Prevention of Money 
Laundering Act in 2002. This act deals with the criminal process of the property obtained by a 
person as a result of unlawful activity. 
In addition to the law enforcement for curbing the corruption, India government has 
various government institutions for ensuring the implementation of anti-corruption related 
policies and laws. These institutions are Office of Auditor General (OAG), Civil Vigilance 
Commission (CVC), Central Bureau of Investigation (CBI), Chief Information Commission 
                                                 




(CIC), and Supreme Court. First of all, OAG is an independent audit institution in India. It has 
the mandate to conduct an audit on state departments such as telecommunication company, 
railway company, tax policy implementation, and other government-related programs and 
schemes.  While the OAG does not have authority to ensure compliance with its 
recommendation, its publicly auditing report may trigger citizens' demand for action against 
the lawbreaker found during an audit assignment. Secondly, CVC is an independent watchdog 
commission which is free from ministerial interventions and was established in 1964. It has 
authority to undertake inquiries or investigations of suspicious transactions that involved 
government officers. Similar to CVC, CBI is an independent institution that has functions to 
investigate cases of corruption under PCA 1988 and IPC 1860. The jurisdiction of CBI is the 
central government and union territories. CIC is the latest institution in India established for 
combating corruption. It was established in 2005 and commenced the operation in 2006. CIC 
has delivered instructions for government institutions, universities, and police agency on how 
to share information of public interest. As the CIC grew, State Information Commission (SIC) 
has also been created. SIC gave a practical shape to the Right to Information (RTI) Act 2005. 
However, there are several problems faced by the Public Information Officers in these 
Information Commission. Lack of proper maintenance of records, repetitive provision of 
information, and inter-organization communication delay are typical problems of these 
Information Commission. All of these institutions are of the information provider for the 
Supreme Court. In recent years, Supreme Court of India has been playing an increasingly 
proactive role in ensuring the implementation of anti-corruption policies and laws (Chene, 
2009). Also, the introduction of e-government in government institutions helped the 
government to speed up the public service delivery, thus, reducing the opportunity for bribery. 
The more detailed on e-government implementation for curbing corruption in India will be 
exposed in the next section of this chapter. 
Not only a legal framework and institutional capacity but also civil society 
empowerment involves in combating corruption initiatives. The government can take the 
benefit of the citizens who are working closely with society. By working closely with a 
community, the government could obtain the citizens’ inputs on the growing evidence of 
public dissatisfaction with the government’s performance. Anti-corruption strategy in India 
that involved citizens takes two approaches. The first is the implementation of social 
accountability tools for collecting evidence that highlight illicit practices in the government 
projects. Another one is the initiation of civil society petitions for implementing the new 
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policies to fight corruption (Bhatnagar, 2013; Chakraborty, 2011; Chene, 2009; Peisakhin & 
Pinto, 2010). 
Anti-corruption in India emphasizes the two factors of the fraud triangle. These two 
factors are Rationalization and Opportunity. The government of India has strengthened its law 
and regulation to make all Indians including the government officers aware that those who 
commit a corrupt act would be imprisoned. They cannot use traditional or cultural reasons to 
justify a corrupt behavior. Also, for narrowing the opportunity for corruption, the Indian 
government has established various strong institutions. As a result, all Indians aware that 
there are more than one watchdog institutions that oversee a government-citizen’s interaction. 
However, the anti-corruption strategy in India is still unfavorable for curbing the corruption. 
The main factor that distracts the implementation of anti-corruption in India is the Pressure. 
As India's gross domestic product (GDP) per capita in 2015 is US$1,582, it is tough for India 
government, both central and local government to increase the take-home pay of their civil 
servants. 
The interesting literature on the implementation of anti-corruption strategy also come 
from China government. One of the key strategies to combat corruption in China, in addition 
to legal and institutional empowerment, is the government’s whistleblowing system, or Jǔbào 
(举报) in Mandarin Chinese (Gong, 2000). Whistleblowing has existed in China since the 
ancient era. In the period of Yao and Shun, as early as 1600s, the Chinese government 
established Fěibàng mù (诽谤木), a kind of suggestion or complaint box. Until 1988, the 
Jǔbào system was not officially endorsed by government (Bao & Lewellyn, 2017; Gong, 
2000). These systems encourage the citizens to expose any misconduct by a government 
official without worry being threatened since their information was kept anonymous. These 
systems became the embryo of current whistleblowing system in China. Recent cases of 
uncovering corruption were started since the booming of social media. Although Chinese 
government applies the adamant censorship on Internet, China has the local social media 
system namely weibo18.  
                                                 
18 Weibo is Chinese’ Social Network Platform, developed by Sina Weibo Corporation in 2009. Weibo is similar to 
FaceBook and Twitter but is targeted to Chinese People. https://en.wikipedia.org/wiki/Sina_Weibo 
36 
 
According to CPI 2012-2016, China scored the below average index. The following 
chart shows the CPI Score of China for the year 2012 to 2016. 
  
Figure 2.7. China's CPI for 2012-201619 
Corruption in China became more severe and more complicated following the 
economic growth since the late 1990s. There has been a systemic corruption since the 
corruption in China involves the participation of multiple government agencies and private 
corporations (Zhu, 2016). Considering the fact that corruption has grown to be more prevalent, 
anti-corruption in China commenced moving away from a time basis project to a more stable 
institution building and enhancement. Acknowledging that corruption was occurring as the 
result of the loopholes in the legal and political systems, China has enacted 249 laws and 
regulation to control bribery in 1998, and in 2007, the number increased to 542 (Ko & Weng, 
2012). Also, China is one of the countries that still enact the death penalties, which is the most 
severe penalty, on criminal convicted of corruption. It indicates the government’s best effort 
to fight corruption. However, the most severe penalty does not reduce the levels of corruption. 
The penalty, instead, reduces the frequency of checking the corruption case (Jiangnan, 2012). 
Although the study was on Chinese’s case, the author believes that it may apply to other 
countries as well. The following figure shows the penalties for embezzlement and bribery 
based on the 1997 Criminal Law of the People’s Republic of China (PRC). 
                                                 





Figure 2.8. China's penalty on embezzlement20 
 
In addition to the strengthening the laws and regulations, China has formed the 
Discipline Commission of the Communist Party of China (CPC) Central Committee. In 1996, 
Communist Party Discipline Committee and the Supervision Ministry (中华人民共和国监察
部 ) promulgated the Rules Regarding the Protection of Whistleblowers to preserve the 
absence of formal whistleblower protection law. Through these rules, China government 
expected the participation of citizens to address the illicit acts of government officers. 
Therefore, there is a synergy between government and society. Furthermore, in 2007, China 
government established the National Bureau of Corruption Prevention (国家预防腐败局). 
This agency reports directly to the State Council. This bureau has a function primarily to 
prevent the corruption through several programs. Since its primary focus is on corruption 
prevention, it will not involve in any investigations on individual cases. The bureau has 
functions to evaluate the regulation whether there is a loophole in some regulations or not. 
Also, the bureau has to promote transparency to any government institutions on how to share 
the information among the law enforcement agencies.  
Referring back to the Fraud Triangle Theory, anti-corruption initiatives in India and 
China mainly focused on narrowing the opportunity for corruption by reducing the room for 
                                                 
20 Source: Article 383 of Chapter VIII Crimes of Embezzlement and Briery in the 1997 Criminal Law. 
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rationalization. These countries have difficulties to loosen the third leg on Fraud Triangle, i.e., 
Pressure. Scholars believe that reducing the Pressure of individual needs more resources. Not 
only these two countries but also other developing countries have such kind of barriers in 
fighting corruption. Closing the opportunity and eliminating any chance for rationalization 
seems to be the more rational choice of developing countries for combating corruption.  
Borrowing the concept of organization setting by Leavitt, a successful strategy needs a 
synergy among three components, i.e., People, Process, and Technology (Leavitt, 1964). 
Laws and regulations are for providing the people with certain rules of the game that they 
have to obey. The legislation and regulations also stand for making sure that the rules and 
procedures in government institutions are going well. The organization uses technology to 
ensure the implementation of such procedures and to help people in complying with the 
procedures.  As in Anti-Corruption strategy, these three components should be taken into 
account. 
Although some scholars argue that corruption, in some circumstances, is the grease for 
regional development, they agree that the lubricative effect of corruption is only for the short 
term. In the long term, corruption is absolutely a parasite for economic growth in all countries. 
Bribery for speeding up the procurement process, for smoothing the citizenry services, for 
releasing the export goods, and for quickening the legislative process are examples of 
corruption that effectively run the economic development. In the long term, such practices 
created a high-cost economy, low quality of public services, and inequality in regulations.   
World Bank highlighted corruption as a main factor for a high-cost economy and 
inefficient economy. Therefore, the investment level is low as well as the quality of public 
services. To increase the quality of public service in developing countries, some developed 
countries and international organizations provide them with several aids in the forms of grant 
or soft loans. Japan, Netherland, Australia, and United States are some developed countries 
that give the developing countries a set of aids. Also, UN and OECD are the international 
organization that helps developing countries by providing aids. These countries have anti-
corruption strategies to ensure the effectiveness of their aid, thus, having an expected impact 
on the recipient countries. For some years, Foreign Corrupt Practice Act of United States 
(FCPA) is the only legislation that punishes the firms for offering bribes in foreign countries. 
Recently some countries, especially a donor country, adopt this FCPA to ensure that the 
companies do not involve in a corruption act abroad. 
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While FCPA is used as a platform for a nation to discourage local firm to commit a 
corruption, International Organization such as United Nations (UN) and Organization of 
Economic Cooperation for Development (OECD) have introduced their anti-corruption 
guidelines. United Nations has United Nations Convention against Corruption (UNCAC), and 
OECD has the OECD Anti-Bribery Convention.  
United Nations Office on Drugs and Crime (UNODC) has initiated the UNCAC for 
strengthening anti-corruption policy implementation. As of December 2016, 140 countries in 
the world has signed and ratified the UNCAC, include India and China. The UNCAC 
framework comprises five pillars plus one: 
i. Preventive measures 
ii. Criminalization and Law Enforcement 
iii. International Cooperation 
iv. Asset Recovery 
v. Technical Assistance and Information Exchange 
vi. Mechanisms for implementation 
Unlike the UNCAC, OECD focuses on a different type of anti-corruption. OECD 
emphasizes the initiatives to lessen the ability of government officers and private sector to 
bribe foreign officials. The OECD promoted the ratification of the Convention on Combating 
Bribery of Foreign Public Officials in International Business Transactions in 1997. The 
OECD convention was the first global agreement formulated to fight corruption in 
international business deals. To date, it has been ratified by all OECD countries in addition to 
five non-member countries. A Working Group monitors signatory countries’ progress. 
Japan as one of the donor countries has released an anti-corruption guidance for 
securing the public trust on the implementation of Japan Official Development Assistance 
(ODA). Japanese government appointed Japan International Cooperation Agency (JICA) as 
the executing agency for Japan’s ODA. Therefore, JICA has responsible to make sure the 
accomplishment of Japan’s ODA programs. Furthermore, the implementation of Japan’s 




JICA states the term “fraud and corruption”21 as any behavior, when exercised in 
ODA Projects, that was stated in JICA Rules on Measures to Suspend Eligibility for 
Participation in Tenders for Contracts and JICA Rules on Measures against Persons Engaged 
in Fraudulent Practices. Also, it refers to a violation of Japan’s Unfair Competition Prevention 
Act, and especially, the act of bribery. According to the JICA Anti-Corruption Guidance 
(2014), such actions are as follows. 
i. the inclusion of false statements in documents prepared in connection with any 
public procurement; 
ii. the commission of any act intended to manipulate an auction or tender 
procedure; 
iii. the commission of a violation of Japan’s Unfair Competition Prevention Act 
including bribery; 
iv. the commission of a violation of Japan’s Antimonopoly Act; and  
v. the commission of any other act which is as wrongful or dishonest, similar to 
any of the acts indicated above 
JICA Anti-corruption measures rely on the information from third party such as a 
whistleblower, banks, and independent overseers. The prominent tool for JICA to prevent 
corruption is the establishment on Consultation Desk on Anti-Corruption. The following chart, 
depicted from the guidance, shows the mechanism from information receipt stage to decision 
stage for determining whether an act invokes the measures or does not. In addition to 
establishment of consultation desk, JICA rely on the bilateral collaboration with recipient 
institution on preventing corruption. In Indonesia, for example, JICA consult with Ministry of 
Foreign Affairs of the Republic of Indonesia and National Development and Planning Agency 
(JICA, 2014).  
There are ten components employed by JICA to make sure the anti-corruption runs 
well. These ten components are as follow. 
1.  Compliance with Anti-Corruption Legislation of Each country 
OECD Convention on Anti-Bribery requires all countries to take a position against 
corruption and all of its variants. JICA requires the participating company to 
                                                 
21 JICA Anti-Corruption Guidance, 2014, page 3  
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ensure that its officers and employee are fully aware of anti-corruption laws as 
well as any efforts to avoid such unlawful practices. 
2. Attitude of Management towards Anti-Corruption 
JICA requires all participating company to set up a fraud control system for 
ensuring that any operations during the projects are free from corruption. All 
employees in the participating company should aware of such corporate principle.  
3. Organizational Structure for Preventing Corruption 
JICA requires the participating company to establish sound practices of good 
governance such as the concept of segregation of duty. The guidance clearly 
highlights verbatim the following points, in regard of organizational structure. 
o the section responsible for monitoring compliance is to be independent of 
the sections responsible for executing business operations, and is to be 
given the power to monitor the activities of those sections. 
o the structure is to enable timely reporting to and opportunities to engage in 
consultation with the company’s top management 
o an internal whistleblowing system is to be established just in case the 
ordinary procedure for reporting fraud and corruption does not function 
properly. 
o professional advisors, e.g., lawyers and certified public accountants, can be 
engaged to collect information on foreign legislations and to consider how 
the company should respond. 
4. Risk Assessment and Periodic Review 
JICA requires all participating company to set up Risk Assessment on the 
possibility of Fraud. It includes the procedures of mitigation and elimination of the 
risks. 
5. Training for Officers and Employees 
JICA requires all participating company to provide the involved employee and 
officers with the training on corruption prevention. Using this training, the 
employees will have a firm understanding on corruption prevention policies in 
recipient countries. Therefore, they will have knowledge on how to avoid the illicit 
acts. 
6. Internal Rules 
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JICA supposes each participating company to establish internal rules, including 
the contingency plan, for its officers and its employee for addressing the following 
matters verbatim. 
a. Engagement of local consultant 
b. Recruitment Policy 
c. Expenditure Policy 
d. Treatment of Facilitation Payment 
e. Executing the Due Diligent regarding a joint venture partner company 
7. Treatment of Joint Ventures 
All participating companies should take a weight consideration when deciding the 
joint venture partner or its subsidiary as it is likely treated under a theory of 
collusion. Knowing the partner by collecting information of a partner company is 
important for this matter. 
8. Response to Occurrences of Fraud and Corruption 
All participating companies should respond promptly on the occurrence of fraud or 
corruption. They should also report such incident directly to JICA. It is advisable 
to hire a third-party independent committee for conducting an internal 
investigation. Such committee may include attorneys and public accountants.  
9. Whistleblower Protection 
All participating companies are not allowed to treat disadvantageously any 
employee who has reported any misconduct by project operator. This procedure 
follows the Whistleblower Protection Act. 
10. Establishment of Internal Control System 
All participating companies should set up an Internal Control System. JICA 
believes that the Internal Control System is the line of defense against corruption. 
It is essential for the company to understand that establishment of Internal Control 





The following chart, depicted from JICA Guidance verbatim, shows the process of 
responding the report of fraud or corruption incident. 
 
 
Figure 2.9 Flowchart of Anti-Corruption Reporting22 
 
Another donor country exposed in this study is United States. Like JICA in Japan, 
United States assigned United States Agency for International Development (USAID) to 
manage development aids from US government. USAID explains its strategy on anti-
corruption in its “Handbook on Fighting Corruption”. The handbook provides the relevant 
parties with guidance to understand the artefact of corruption in a specific circumstance. 
USAID comprises three pillars in fighting corruption. The first pillar is institutional reform, 
which targeted to change the mind set of government officers do their jobs. Following the 
Klitgaard’s Corruption Equation, this handbook states that corruption arise where public 
officials have wide authority, little accountability, and perverse incentives. Therefore, USAID 
emphasizes the initiatives to target these characteristics (USAID, 2005). 
                                                 
22 Source: JICA Anti-Corruption Guidance (2014) 
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 As for the authority, USAID suggests lessening the government’s role in the economy 
through liberalization, privatization, and fair competition in procurement. Next, USAID 
suggests freedom of information to increase government’s transparency, thus, improving 
government’s accountability. Third, USAID supports any initiatives to improve incentives. 
USAID also accentuates the measures to promote ethical behavior and professionalism of the 
public service through increasing compensation levels and performance-based incentives.  
The second pillar of USAID Anti-Corruption guidance is the societal reform. The 
objective of this pillar is to engage public participation in combating corruption. USAID 
believes that the public participation enables long-term anti-corruption initiatives. The pillar 
requires an active involvement of journalism and civil society organizations. 
The third pillar is acknowledging the political system. USAID recommends the use of 
more comprehensive and systemic approach for combating corruption. As a result, the anti-
corruption programs address not only pity and bureaucratic corruption but also grand 
corruption. It underlines the complex political and economic dynamic. USAID suggests those 
are actor that animate corruption. 
The following diagram summarizes the anti-corruption pattern of USAID Anti-
corruption program. 
 
Figure 2.10 USAID Anti-Corruption Platform23 (USAID, 2005) 
 
Those who concern on anti-corruption have developed various anti-corruption policies 
that fit the needs. Developed countries as well as developing countries have introduced their 
                                                 
23 Source: USAID Anti-Corruption Platform, 2005, page 15 
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efforts on combating corruption. International organizations also publish their anti-corruption 
guidance to help countries that need their technical assistance. There is diversity in these anti-
corruption strategies. The cases considered at the difficulty of developing countries to address 
financial pressure of their government officers due to lack of financial capacity. Also, cases of 
USAID, JICA, and OECD highlighted the search for public integrity.  However, all the cases 
prove one core approach for any successful strategy. Extraordinary political and managerial 
will is essential to maintain anti-corruption reform. As in the principle of good governance, 
such leadership lays on the pillar of tone at the top in the institutional reform. In addition to 
institutional reform, public participation become more important. The advent of information 
technology enable all people around the world to collaborate regardless their location and 
time, continuously. Public participation enables the long-term anti-corruption initiatives. 
The following picture summarize the anti-corruption pattern extracted from the anti-
corruption strategy in country level and international organization. 
 
Figure 2.11 Anti-Corruption Platform24 
2.3 Transparency: A prescription for reducing corruption 
As mentioned in the previous section, people commit corruption because they are 
involved in some sources of corruption, such as in a condition of low wages, in a position of 
dealing with natural resource exploration, and in authority to allocate public assets. They also 
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face pressure in either financial or non-financial problems. Although they understand that 
corruption is prohibited by law, they still believe that they deserve to get some benefit 
privately and exclusively. Finally, they must find an opportunity to breach the system in the 
organization. The motive of the misconduct could be to get more money, to get more attention 
from their surroundings, or to get some other benefit from the transaction to serve their 
individual needs. 
Among the three angles in the Fraud Triangle, opportunity is the last line of defense 
for the organization to prevent corruption. In addition, opportunity is considered to be more 
artificial than other two angles and, thus, more controllable. Personal pressure is hard to 
control, since it is about people’s individual lives. Rationalization is about how an 
organization enforces integrity and treats employees fairly; however, it is impossible to please 
all people all the time. Overall, once people can maximize the opportunity for corruption, it is 
an indication that there is an underlying management deficiency. Unless corrected, similar 
corruption will continue to occur (Chan, 1999). Referring back to Klitgaard’s corruption 
equation, the tendency of corruption is positively related to monopoly and discretion and 
negatively related to transparency and accountability. Therefore, combining the given 
argument with the opportunity for corruption, increasing transparency will lessen the 
opportunity of corruption, thus decreasing the tendency of corruption. 
Transparency is a concept of allowing stakeholders to obtain specific (not all) 
information owned by an institution (in this study, a government agency). Transparency 
enables people to be well-informed about what the government does, what the government 
has done, how much money the government has, and what the government wants to buy 
(Rothstein, 2011). By allowing more people to receive government-related information, the 
probability that the misconduct will be detected will increase (Bac, 2001). 
What does the transparency look like in the real world? Is it all about exposing all 
information to public? Is it all about letting people know what is going in the government? Is 
it simply another buzzword for openness? Those questions are common in any discussions 
about transparency. First of all, in crime prevention theory, there are three phases of 
preventing crime: Being there, Monitoring, and Intervention (Reynald 2009 in Elffers, 2014). 
When there is a chance to conduct a crime, most people will stop their mens rea if there is 
someone near the target. The same situation may occur if they know that there is a 
surveillance camera monitoring the target. The possibility to be caught will be very high. In 
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line with this, transparency is similar to the installation of a surveillance camera for 
monitoring a specific spot in a certain area. Through transparency, the people become the 
surveillance camera that identifies specific information through a specific channel provided 
by the government. Like a surveillance camera pointed only at a certain spot, people can 
obtain only specific information from the government.  
Second, there have been some debates about transparency and openness. Some 
scholars assume that transparency is subpoenaed by the spirit of the Freedom of Information 
Act, through which all government information is accessible to the public and thus public 
(Worthy, 2010). They argue that the government should satisfy all people’s requests for 
government information, regardless of the secrecy of such information. Transparency is the 
lower level of openness; the higher transparency become, the more it approaches the level of 
information openness. Too much transparency can undermine the effectiveness and 
legitimacy of government (Evans & Campos, 2012; Fukuyama, 2014). Therefore, 
transparency is a part of openness without which the government cannot solve social issues 
effectively. Openness has two sides: accepting outsider opinions and distributing relevant 
information (Bertot, Jaeger, & Grimes, 2010; Sæbø, Rose, & Skiftenes Flak, 2008). 
Furthermore, following Balkin (1999), there are two types of transparency: informational and 
participatory transparency. These two factors embody accountability (Balkin, 1999). 
Informational transparency is the ability of the government to provide citizens with 
information about the government’s actions and decisions as well as the reasons for them. 
Participatory transparency, on the other hand, is the ability of the government to accept the 
citizens’ participation in the decision-making process.  These two sides form the substance for 
the practice of open government. Transparency takes part in distributing relevant information. 
Figure 2.2.1 describes the relationship between transparency and openness. 
Moreover, most literature has discussed transparency and accountability as a pair. 
When it comes to transparency, it is important to be accountable (Fox, 2007; Hale, 2008; 
McGee & Gaventa, 2011; Pina, Vicente; Torres, Lourdes; Royo, 2007). Figure 2.12 portrays 
the relationship between Transparency and Accountability. Transparency is not enough to 
achieve accountability. It needs governance to arrange and align the transparency by 





Figure 2.12 Openness, Transparency, and Accountability25 
2.4 e-Government: A Platform for Transparency and Accountability 
E-government refers to the use of Information and Communication Technology (ICT) 
in government institutions (World Bank, 2011). With the rapid advancement of ICT, the 
government has no reason to exclude ICT in its daily operations for increasing the quality of 
life of the stakeholders. ICT helps government for improving the way of its interaction with 
stakeholders. There are three types of interactions in government; Government-to-Citizen 
(G2C), Government-to-Business (G2B), and Government-to-Government (G2G). 
• Government-to-Citizen (G2C) 
This is the basic interaction in government institutions. Some scholars have 
considered this interaction as the main target of e-government development. The 
main objective of improving this interaction using e-government is to provide 
citizens with ability to access government information remotely at any time. Some 
government may improve the interaction further so that citizens can apply 
government services without necessary visit to the government office. One stop 
service is the common terminology for application that characterize the 
modernization in G2C interaction.  
• Government-to-Business (G2B) 
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For supporting daily activities, government needs goods and services from business 
sectors. Vice versa, business sectors need government for maintaining their business 
going well. G2B reflects these mutual interactions. There are stereotypes of G2B 
application. E-Tax, e-Procurement, and e-Customs are among these applications. 
The improvement in G2B interaction will give benefits to both government and 
business enterprises. 
From government side, G2B enable government to have a greater chance to get the 
best products and services through e-procurement. Through e-Tax, G2B help 
government to collect revenue in an efficient way. Moreover, e-Customs enable 
government to control the products come in and out a country, thus, preventing a 
smuggling.  
From business side, G2B enables the corporation to reduce cost for interacting with 
government. Also, G2B increases the corporation’s productivity. Using G2B 
application, it is not necessary to meet government officers directly that may 
sacrifice company’s time and money. 
• Government-to-Government (G2G) 
In doing daily activities, government may need some information from different 
government institutions. E-Government, through G2G, enables government to 
seamlessly exchange the information among others. Some literatures have 
considered G2G as an internal integration within organization. Other literatures 
suggest that G2G is not necessarily an integration. Instead, G2G encourages inter-
government collaboration. G2G reflects a synergy of government information 
system either both vertical and horizontal. It includes a collaboration between local 
and central government as well as among local governments and among central 
governments (Zulkarnain, 2015). 
Among these three interactions, G2G is the most challenging for government to 
implement. While G2C and G2B tend to grow on the supply and demand basis, G2G is more 
complex. G2G connects institutions that has authority, has money, and has discretion. In G2B, 
government may choose certain company to work with. For example, in e-procurement, 
government allows only companies with tax clearance to participate in procurement. In e-tax, 
government requires a company to register before using the e-tax. Unlike in G2B, a 
government institutions cannot choose other government institutions to join in G2G. Political-
will and institutional strength are more intense in G2G arrangement than in G2B or G2C. If 
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one institutional has more power than other institutions, it can push the other to join the G2G. 
For example, Ministry of Finance has the authority to approve the annual budget of other 
ministries. As a consequence, if Ministry of Finance proposed a G2G application for 
budgetary management to all ministries, they have to support and accept such system. 
However, if an institution has no superior to other institutions, it is more difficult to ask other 
institution to participate in its G2G. For example, Ministry of Agriculture and Forestry would 
like to control the commodity stock in all provinces and invite all provincial office to 
participate in G2G for sharing the relevant information. Unless there is a good political-will in 
local government, such G2G will not be successful. 
The development of these interactions under e-government also follow certain stages, 
starting from only providing information to providing seamless services to stakeholders. The 
United Nations defined four stages of e-government development that represent its closeness 
to open government (United Nations, 2014). Details of each stage are presented below. 
• Emerging Presence 
This phase is the basic phase for a government institution to proclaim that it 
has an e-government system. The webification of a government agency is the 
indication of this phase. Many government agencies have put forth their best efforts 
to publish their information on the Internet through the creation of an official 
website. The government only uses a static website as the channel for distributing 
the information. 
• Enhanced Presence 
In this phase, the government uses not only the website but also other media 
such as Short Messaging Service (SMS), a mobile website, and a web portal, which 
represent more advanced technology for an Interactive Website. A common feature 
of this phase is the availability of downloadable documents and/or online forms for 
requesting service.  
• Transactional Presence 
In this phase, the government is able to run a two-way interaction with 
stakeholders. Any notifications regarding requests from stakeholders are delivered 
online. Physical meetings with stakeholders in a government office are significantly 
reduced.  The use of an individual electronic ID is a necessity in this phase.  
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• Connected Presence 
This phase is the most sophisticated phase in e-government development. 
This phase requires the government to collaborate with not only other government 
agencies but also business enterprises and other non-government organization. This 
phase is characterized by both horizontal and vertical integration and a connection 
between government and society.  
Referring to these e-government development stages, the ability of one government 
agency to collaborate, instead of to integrate, with other government agencies highlights the 
improvement of government-to-government relationship. Collaboration occurs not only 
among the central governments but also in the local government. This will create an inter-
government collaboration (Zulkarnain, 2014). 
Inter-government relationships are gaining popularity among e-government 
researchers and practitioners. This topic represents a viable and intriguing field. While most 
countries are emphasizing the improvement of government-to-citizen (G2C) relationships in 
their e-government projects, they have unintentionally created silos of e-government, in 
which one e-government system is not part of a wider network and social ecosystem. Studies 
in institutional theory highlight that organizations cannot survive without yielding 
legitimation in their external environment. Organizations need to collaborate with other 
organizations to address certain problems that cannot be solved alone due to the inadequacy 
of their capacity (Karkkainen, 2004). An organization that interacts with other organizations, 
then, could generate important externalities, thus impacting the surrounding environment at 
several levels (Fiksel, 2006; Helfat et al., 2009; Powel & DiMaggio, 1991). These 
environments include the environment of fighting corruption. Collaborative works among 
institutions are essential for successfully implementing public policy (Behn, 2001). Behn used 
the case of the United States, where the most public policies are no longer implemented by a 
single institution but rather by collaborative work among public, nonprofit, and for-profit 
organizations. Behn’s study highlighted the challenges associated with the traditional 
structure of bureaucracy in the complex and changing situations that demand the coordination 
of actors across sectors and levels of government. 
The massive use of ICT has transformed the way government delivers services to its 
citizens, especially in the practice of New Public Management (NPM). NPM requires 
governments to improve the efficiency and effectiveness of their interaction with stakeholders 
(Tan & Pan, 2003). In order to achieve improvement in the government’s interaction, the 
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government must use a complex process that involves an institutional arrangement as well as 
technological change (Grimmelikhuijsen & Klijn, 2015; Meijer, 2013; Pardo, Gil-Garcia, & 
Burke, 2006). In establishing an inter-organizational network, trust and mutual dependency 
are essential (Ahlstrom-Soderling, 2003). Creating such a network is a difficult task. However, 
there are five basic philosophies for legal control; legitimacy, necessity, reasonableness, 
procedural transparency, and flexibility in dispute settlement (Wenjing, 2011).  
Most government agencies participate in open government by releasing volumes of 
data on a website. Only a few governments have a collaboration system (United Nations, 
2014; Waseda, 2015). Thus, they publish the data without knowing the intended use of the 
data and leave it to the citizens to determine the data’s relevance and reliability. A citizen may 
find similar information on multiple government websites without knowing which one is the 
most valid (Evans & Campos, 2012). 
Collaboration is slightly different from transparency and participation, which are 
frequently associated with democratic political action. Collaboration is an arrangement of 
democratic participation (Noveck, 2009), such that the decision is deliberated in the 
connected circumstances. These circumstances require continuous interaction among 
governments to inject their functions into the whole governance process (Peters, 2011), thus 
constructing trans-governmental networks. Works of trans-governmental networks are 
appropriate in the domains of commerce, financial regulation, and environment protection, as 
well as in the legislative areas of government (Slaughter & Hale, 2011). Such an inter-
government network establishes a cybernetic government, in which one government may 
effectively deliver the task with the help of other governments (Ashby, 1956; Wiener, 1948). 
E-government, through the improvement of government-to-government interaction, 
encourages collaboration among government agencies at either the local or central level. The 
Waseda Institute of e-government and United Nations have stated in their e-government 
ranking that many countries are still struggling to build their one-stop service. Some countries, 
such as Denmark, Estonia, and Singapore, have successfully create government collaboration 
through their e-government program, while others have failed to do so (United Nations, 2014; 
Waseda, 2015).  
A high degree of autonomy, diversity of technology providers, and lack of 
standardization are the factors that contribute to the difficulties associated with developing 
collaboration among government agencies (Igari, 2014). Government collaboration can be 
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achieved using institutional strength and ICT by reducing the technical complexities that are 
commonly found in any government collaboration initiative (Zulkarnain, 2015). A 
government collaboration is a part of the concept of open government.  
Overall, open government is not merely a project of releasing government data to the 
public for transparency and accountability; in addition, it should include initiatives to 
strengthen and improve inter-government collaboration for engaging public participation and 
improving the quality of public service (Bertot et al., 2010; Sæbø et al., 2008). There are two 
aspects of open government: data and service. Open government data aim to improve 
transparency and engage public participation. Open government service is targeted primarily 
to strengthen government collaboration (Zulkarnain, 2014). 
2.5 Quality of Government 
The government has many ways to shape economic life, and the government has an 
obligation to decide what they want to do and what they do not want to do (Dye, 2012). The 
government’s decisions, which are commonly manifested in the form of public policy, 
represents the quality of government. Through public policy, the government may engage in 
protecting or grabbing properties, allowing or suppressing dissent, and serving or abusing the 
public (Shleifer, Porta, R., F., & Vishny, 1999).  
Measuring the quality of government (QoG) is very exhaustive. Hence, literature 
regarding this topic is very limited. One initiative for measuring the quality of government 
was undertaken by the European Union (EU). The EU exercised four pillars for measuring the 
QoG in EU countries: (i) level of corruption, (ii) bureaucratic effectiveness, (iii) rule of law, 
and (iv) strength of democratic electoral institutions. Taken together, the level of corruption in 
a country reflects the quality of government in that country (Charron, 2013). These pillars are 
impartial among others. QoG does not solely relate to the absence of corruption. Corruption is 
hidden, exclusive, and clandestine. Also, the concept of corruption differs among countries. 
Since corruption is all about abuse of public power, the content of such abuse varies around 
the world (Rothstein, 2011). For that reason, all four pillars are needed to assemble the 
appropriate measure of QoG. 
There are numerous leading measures related to those four pillars of QoG, as shown in 
Table 2.5. However, due to the completeness of the data among EU countries, the closest 
measure for QoG is the World Governance Index (WGI) prepared by the World Bank. Four 
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indicators from WGI were used to measure the QoG of EU countries (Charron, 2013). These 
indicators are: 
- Government Effectiveness 
(This indicator is the proxy for pillar no. 2; i.e., Bureaucratic Effectiveness.) 
- Control of Corruption 
(This indicator is the proxy for pillar no. 1; i.e., Level of Corruption.) 
- Rule of Law 
(This indicator is the proxy for pillar no. 3; i.e., Rule of Law.) 
- Voice and Accountability 
(This indicator is the proxy for pillar no. 4; i.e., Strength of Democratic Electoral 
Institution.) 
 





1 World Governance Index Composite 
Index 
1996 – Present All i,ii,iii,iv 




1995 – Present All i 




2003 – Present All i 
4 World Economic Forum’s 
Executive Opinion Survey 
Firm Survey 1979 – Present All EU since 
2001 
i, ii 




2003 – Present All i, ii, iii 
6 Freedom House Expert 
Assessment 
1972 – Present All i, ii, iv 
Table 2.5 Leading Measures of Quality of Government26 
To synthesize the aforementioned argument, this study links the quality of government 
to government vulnerability. Thus, the higher the QoG, the less vulnerable the government 
will be. Since all pillars require the presence of transparency, the government will be less 
                                                 
26 Charron, N. (2013). Evaluating EU Countries by Quality of Government: National Level. In Quality of 
Government and Corruption from European Perspective, p37-69 
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vulnerable if the government employs a high level of transparency. Referring to the scope of 
e-government, a high level of transparency is inclusive, involving Government-to-Citizen, 
Government-to-Business, and Government-to-Government. 
The inclusiveness of transparency enables the government to obtain more people to act 
as watchdogs. The more people obtain the government information, the easier it will be for 
government to detect any flaws in the bureaucratic process. Similar to Linus’s Law in 
software development, the more eyeballs, the fewer bugs. That is, the more people can see the 
source code of the software, the easier it will be to find the errors in that software (Brito, 
2008; Raymond, 1999). In Linus’s Law, if the software represents the government, and the 
‘bugs’ in the government are the instances of corruption. The more people watch the 
government’s activities, the less government misconduct will occur. 
2.6 E-Governance 
E-Governance is a broader concept than e-government. E-governance includes the use 
of information and communication technology (ICT) not only by government but also by civil 
society to promote greater participation of citizens in the governance of political institutions. 
Similar to the definition of e-government, e-governance is the use of ICT to achieve good 
governance that enhances the relationship between e-government and e-participation (Okot-
Uma, 2000). Governance is a set of processes and structures that guide political and socio-
economic relationships, with particular reference to “commitment to democratic values, 
norms & practices; trusted services, and to just and honest business” (Hewitt de Alcántara, 
1998). Good governance refers to cooperation among public sectors, private sectors, and civil 
society for effective public service delivery and a reduction of the state’s directive role. By 
participating in the governance process, stakeholders play an active role in decision making 
and implementation. This active participation supports the checks and balances practice as 
well as transparency, and ultimately reduces the opportunity for corruption (Putnam, 1993).  
E-Governance, similar to governance, is a holistic approach to integrating all 
processes with the structures, in which the implementation of ICT in government is aimed at 
the following tasks: 
• Streamlining the public administrative and public service delivery. This establishes 
government-to-citizen (G2C) interaction in e-government. 
• Improving business transactions between government and the private sector. This 
establishes government-to-business (G2B) interaction in e-government. 
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• Communicating with stakeholders using ICT in term of information dissemination, 
engaging public participation, and promoting e-vote. This establishes e-democracy. 
Haldenwang (2002) perceived that e-government and e-governance are connected, 
since they share the same objective and the same concept, although their precise focuses are 
different (Haldenwang, 2002). Both e-government and e-governance share the same concept 
of efficiency and effectiveness of public management, quality of government, and public 
participation. E-government, however, gives opportunities to government institutions to 
overwhelm an individual institutional focus, while it is common in many good governance 
initiatives to seek a more holistic approach to new public management initiatives. The World 
Bank approach (in Haldenwang, 2002) identified four elements of governance: (1) 
transparency, (2) accountability, (3) the rule of law and (4) public sector management. 
Referring back to section 2.2, which discussed the pillars of governance, the rule of law is the 
proxy for integrity and the public-sector management is the proxy for leadership. Currently, 
World Bank initiatives in developing countries focus on improving law enforcement, anti-
corruption strategy, and public management through supporting bureaucratic reform, 
decentralization, and fiscal regulation. Moreover, World Bank also promotes fair market 
competition through regulation and deregulation. E-government is the important key for 
flattening such initiatives. 
The e-government approach to state modernization has established it as an engine for 
promoting good governance. E-government combines an internal key element on the new 
public management movement with an external element of the state (i.e., citizen relations and 
business relations). Considering its continuously extending roles for the government and 
business sector in economic development, e-government is considered a strategic tool to 
consistently increase the efficiency of public management by improving the quality of public 
service and strengthening the inter-governmental collaboration in political processes. 
Hanna (2010) said that the free access of government information to the public 
contributes significantly to the improvement of accountability and trust in government. Free 
access to government information represents the level of transparency that keeps government 
accountable to citizens. Until a decade or two decades ago, it was almost impossible for 
citizens to access government information about budgets and services. Citizens need extra 
effort and a lengthy investigation to find such information. Therefore, it is difficult to 
compare the performance of basic public services across government institutions (Hanna, 
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2010). Undoubtedly, the Internet is the engine for transparency during this era. Government 
can achieve transparency more easily now than in the period before the Internet existed. The 
more transparent the government is to the citizens, the more active the citizens will be in 
participating in government processes. The active participation of citizens will enhance the 
government’s reputation, performance, and resistance to corruption. Following this line of 
argument, transparency will generate accountability, which in turn generates pressure for 
improved performance. Hanna (2010) mentioned that, for enhancing public participation in 
policy decision making, enforcing the rule of law, and promoting democracy, legislative 
institutions should apply the ICT. The use of ICT in legislative institutions enables a more 
authentic dialogue with constituents. The use of ICT for providing access to information, 
sharing knowledge, and obtaining constituents’ opinions is essential for the policy making 
process, the identification of policy impacts, and the dissemination of good policy practices. It 
is also necessary for the discussion of pragmatic and evidence-based policy formulation. 
However, providing abundant information to the public means not only guaranteeing better 
transparency but also promising that numerous voices from the public are considered either 
positive or negative opinions.  
ICT is similar around the globe. The same sophisticated ICT can be established in 
developing countries as well as in developed countries. The implementation, however, could 
be different due to the state policy and the society (Rose, 2005). Corruption, as a social 
problem in a country, and accountability comprise a complex arrangement involving the 
issues of governance, culture, and economy. This arrangement requires an intense and 
persistent insistence from stakeholders for the government to apply e-governance. In addition, 
establishing a partnership and involving the media are alternative measures for enabling the 
maximum benefit of ICT implementation in order to improve governance and democracy.  
2.7 Previous works on e-government against corruption 
There is numerous research, including both empirical and case study research, that 
investigates the impact of e-government on corruption. Among the case studies, most focused 
on e-government as a means of delivering a public service either to citizens or to business 
enterprises. Cho and Cho (2004) investigate the implementation of the Online Procedure for 
Enhancing the Public Service (OPEN) System in South Korea. The finding is that citizens 
perceived that the implementation of the OPEN system reduced the frequency of corruption 
compared to the period before the implementation of OPEN (Cho & Choi, 2004). Later, 
another attempt to explore the successful implementation of the OPEN System in South 
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Korea was conducted by Kim et. al (2008). The OPEN System is considered a success story 
of e-government in combating corruption. However, the system should be enforced through 
strong regulations, and strong leadership is necessary as the ultimate sponsorship for such an 
initiative (Seongcheol Kim, Kim, & Lee, 2009). 
Another success story of e-government application that could reduce corruption comes 
from India, through the implementation of the BHOOMI system, which has enabled the 
citizens to access records of land mutation requests online. Having access to such information, 
a citizen can trace the progress of the land mutation process, thus eliminating the room for the 
discretion of public officials, which is one of the sources of corruption (Ojha et al., 2008; 
Prasad, R.D., Pathak, 2005). Also, 203 taluk offices are participating in BHOOMI Projects in 
which citizen can obtain the RTC at computerized land record kiosks. The fee for gaining the 
service is Rs. 15. At the kiosk, a farmer can use the computer to see the transaction-in-process. 
If the process has taken more than 45 days, then a farmer will be authorized to approach a 
senior officer to request for immediate action27 (Karnataka, 2016). 
Moreover, Pathak et. al (2007) conducted an empirical study specifically to prove that 
the government-to-citizen relationship is significant in reducing corruption. They conducted a 
survey of 400 citizens in Ethiopia to gather the citizens’ perception of corruption in public 
service delivery. This survey was a tool for designing the SMART (Simple, Moral, 
Accountable, Responsive, and Transparent) Government in Ethiopia28. The result showed that 
79.3% of respondents agreed that most corruption occurred in the public service area. They 
concluded that government-to-citizen could reduce corruption by reducing the time needed for 
processing the public service, reducing the cost of the public service, and reducing the red 
tape involved in processing the public service (Pathak, Singh, Belwal, & Smith, 2007). 
In addition to the aforementioned studies, Neupane et. al (2012) explored the 
government-to-business relationship, which was referred to as e-procurement, to identify its 
role in combating corruption. They found that e-procurement enables governments to preserve 
any evidence of the procurement process. Preserving the evidence increases the traceability of 
the process, thus also increasing transparency and accountability (Neupane, Soar, Vaidya, & 
Yong, 2012). The findings support the study conducted by Okello-Obura (2012) in which the 
                                                 
27 Extracted from Bhoomi website at http://landrecords.karnataka.gov.in/ 
28 Pathak, R. D., Singh, G., Belwal, R., & Smith, R. F. I. (2007). E-governance and corruption-developments and 
issues in Ethiopia., page 195 
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availability of records and information management is the indication of the risk for corruption. 
If the corruption involves a high risk, people will refute the corruption. If corruption is a 
disease, then the government needs a ‘prescription’ (i.e., good records and information 
management) to eliminate the disease (Okello-Obura, 2012).  
In the arena of government-to-government relationship, the literature is very limited. 
The practices of inter-government collaboration are inadequate (Waseda, 2015). Among three 
interactions improved using e-government, the government-to-government relationship is the 
most difficult interaction to modernize. Lam (2005) has identified 21 barriers to interoperate 
the information system across government institutions. Lam grouped these barriers into four 
clusters: Strategy, Technology, Organization, and Policy (Lam, 2005). Table 2.6 shows the 
detailed barriers according to Lam (2005). 
 
Table 2.6 List of barriers to integrating e-government29  
The aforementioned studies separately explored the impact of G2C, G2B, and G2G on 
corruption. Andersen et al. (2009) investigated the influence of e-government in combating 
corruption. Using panel data of 149 countries and two time observations (1996 and 2006), the 
research estimates the impact of Internet-based government on the Control of Corruption 
indicator. This study uses data from the very beginning of “government internetization”.  
Since there are no data on e-government dating to 1996, e-government in 1996 is coded as 
zero. The study concluded that e-government significantly influences the control of corruption, 
while the Internet is insignificant. However, both e-government and Internet are jointly 
                                                 




significant in increasing the control of corruption. Overall, the empirical analysis provided in 
the study support to the opinion that e-government is a suitable tool in the effort to reduce 
corruption (Andersen, 2009). Since Internet is the engine for e-government, while it is 
statistically insignificant for combating corruption, Internet increase the impact of e-
government on combating corruption.   
Jalal et. al. (2012) conducted another attempt to uncover the benefit of e-government 
for the anti-corruption initiative. Using secondary data from Transparency International, 
United Nations, and World Bank, Jalal et. al. tested the relationship between the e-
government development and the corruption. They examine how the change in e-government 
development influence the levels of corruption. This empirical study concluded that the 
developed country can take the optimum benefit of e-government development for lessening 
the corruption in their country. In addition, the study drawn a pattern in which the countries 
that increase the use of e-government before the period of economic crisis have experienced a 
drop-in corruption in later years (Mistry & Jalal, 2012). 
2.8 Summary - The Conceptual Framework 
This study used Fraud Triangle Theory as the conceptual thinking for reducing 
corruption. Fraud Theory has postulated that in most criminal acts, three situations exist as the 
reasons; Pressure, Rationalization, and Opportunity. Among these three situations, reducing 
corruption through narrowing the Opportunity is the focus of this study. Therefore, this study 
intends to enrich literature on curbing corruption in addition to existing literatures on reducing 
corruption through Pressure and Rationalization. Since Fraud and Corruption are commonly 
interchanged in many discussions and both are the financial crime, any theories and approach 
for reducing fraud are applicable for discussing about corruption. 
The corruption literature identifies the varying magnitude of corruption. The literature 
also indicates that, among the three causes of corruption, e-government could minimize the 
opportunity for corruption through transparency to all stakeholders, including citizens, 
business enterprise, and other government agencies. Transparency is not enough without 
accountability for curbing corruption. This study uses terminology of interaction as the 
combination of transparency and accountability. When interaction is offered to these 
stakeholders, the government is less vulnerable to corruption. Since interaction is the 
combination of transparency and accountability, this study defines interaction as the ability of 
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government to disseminate government information, to deliver government service to the 
public, and to accept public participation as a part of government processes. 
This study posits that e-government’s role of strengthening monitoring capacity is 
manifested through interaction to all stakeholders. The focus on strengthening the monitoring 
capacity when using e-government is supported by the literature on the nature of IT use. It 
suggests taking this focus for the following three reasons. First, e-government offers a high 
level of transparency; second, this study focuses on the post-adoption stage of e-government 
(i.e., after one institution has an e-government system, regardless of its specific name); third, 
this study acknowledges e-government as a tool for promoting accountability; and, lastly, the 
use of e-government is voluntary (Agarwal, 2000; Tornatzky & Fleischer, 1990). The 
following figure depicts these arguments. 
 
Figure 2.13 Conceptual Framework for this study30 
  
                                                 
30 By author 
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Chapter 3: Examining the relationships among e-Government, e-
Participation, and Corruption: A cross-country analysis 
Almost all government institutions around the globe have used information and 
communication technology (ICT) for enhancing the public service delivery on top of the e-
government development. In addition to that, many researchers have claimed that the use of 
ICT in a government agency would help the government to uncover corruption by way of 
increasing transparency, thus, improving accountability. However, the nature of corruption, 
which is hidden, exclusive, and clandestine, urges an extraordinary cooperation among 
government agencies. Some corruption is pervasive while others are hard to find. ICT based 
interaction between government and citizens is expected to reduce petty corruption while ICT 
based interaction between government and other stakeholders is expected to eradicate 
bureaucratic and grand corruption. In addition to e-government, stakeholders are able to 
create their ICT based channel to actively involved in some part of government process, in 
this case, a process of reducing corruption. The stakeholder’s initiative is referred to e-
participation. This study hypothesized that e-government should be complemented by e-
participation to eradicate corruption. Using secondary data and multiple regression analysis, 
this study found that among those ICT based interactions, the interaction between government 
and other government agencies is not significant in reducing corruption. 
3.1 Introduction 
E-Government refers to any use of information technologies (IT) by government 
institutions that enable them to transform their way to communicate and interact with citizens, 
businesses, and other government institutions (World Bank, 2011). The transformation is 
aimed to improve the quality of public service delivery. These transformations are coined to 
three notations, i.e., G2C for Government to Citizens, G2B for Government to Business, and 
G2G for Government to Government. E-Government enables government institution to serve 
a variety of different outcomes; better delivery of government services to citizens, improved 
interactions with business and industry, citizen empowerment through access to information, 
or more efficient government management (World Bank, 2011). IT enables government 
institution to be more collaborative with stakeholders and with other government institutions 
(Zussman, 2002). Moreover, the resulting benefits of e-government can be less corruption, 
increased transparency and accountability, and cost reductions.  
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Previous studies have found that e-government, with other observable items, 
significantly reduce corruption. Despite the immense studies on e-government and its impact 
on corruption, the study that investigates the impact of each transformation on corruption is a 
nullity. Andersen (2009) argues that e-government can be considered a solution for the 
corruption faced by developing countries (Andersen, 2009). However, according to ACFE on 
its Report-to-the-Nation (RTTN) 2014, IT only contributed 1.1% in detecting fraud, including 
corruption (ACFE, 2014). 
Corruption, by its nature, is exclusive, hidden, and clandestine. Perpetrators always 
concealed corruption act by hiding information, hence, creating asymmetric information. 
Recent issues related to corruptions, frauds, and demands on government to work more 
transparent and accountable have increased the imperative of e-government (Ionescu, 2013). 
Like other IT, however, effective use of e-government depends on several factors such as 
technology, stakeholders, environment, and organizational culture (Luna-Reyes et al., 2012). 
Governments can take the benefits of e-government to strengthen democracy and to promote 
efficiency and effectiveness by establishing a system of transparency, public participation, 
and collaboration (Obama, 2009). However, collaboration among government agencies is one 
of the common issues faced by governments in developing countries (Waseda, 2015). 
Having clandestine, corruption requires the government to employ more eyeballs for 
uncovering corruption. While e-government is bounded exclusively for a government 
institution to operate, e-participation is more freedom in which either government or society 
could initiate it. This study attempted to differentiate the role of e-government from e-
participation in anti-corruption disciplines. This study posits that e-participation is not 
necessarily an implementation of e-government under G2C. E-participation is the 
complement for e-government to be more transparent and accountable. Moreover, e-
participation is also an additional unit to engage more individuals to detect irregularities or 
misconducts of government officers. 
This study will examine the impact of e-government, represented by G2C, G2B, and 
G2G; and e-participation in improving the perception of corruption in a country. Also, this 
study will find out the role of e-participation in combating corruption. 
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3.2 E-Government, E-Participation, and Corruption 
3.2.1 A Literature Review 
UNDP defined corruption as the “misuse of entrusted power for private gain.” 
This definition is for replacing the previous one in which corruption is the “misuse 
of public power, office or authority for private benefit — through bribery, extortion, 
influence peddling, nepotism, fraud, speed money or embezzlement” (UNDP 2008, 
p7). Also, OECD defines corruption as the “active or passive misuse of the powers 
of Public officials (appointed or elected) for private financial or other benefits” 
(OECD, n.d.).  
Corruption is well-acknowledged as a global problem around the globe with 
a detrimental effect on economic growth, government efficiency, state management, 
and social welfare (Johnson et al., 1999; Mauro, 1995; Nye, 1967). Corruption is 
higher when the transparency is low, the discretion is high, and the monopolistic 
practice does exist. Corruption would likely occur when an organization or a person 
has a monopoly power over goods or services, has discretion to decide who will 
receive it and how much that person will get, and neither it is transparent nor 
accountable (Klitgaard, 1988). Using Agent-Principal patronage, Klitgaard stated 
that “corruption occurs when an agent betrays the principal’s interest in pursuit of 
their own.” Corruption is caused by the lack of transparency and accountability. 
Therefore, it is recognized as the misuse of power. Those who conducted corrupt 
activities would likely conceal such activities by creating asymmetric information, 
thus, reducing transparency and accountability Furthermore, Klitgaard introduced 
the corruption equation31 for explaining corruption and its instrument as shown in 
the following equation. 
 
Equation 3.1 Corruption Equation 
Recent issues related to corruptions, frauds, and demands on government to 
work more transparent and accountable have increased the imperative of e-
government (Ionescu, 2013). Like other IT, however, effective use of e-government 
                                                 
31 Source: Klitgaard, 1998, page 75 
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depends on several factors such as technology, stakeholders, environment, and 
organizational culture (Luna-Reyes et al., 2012). Governments can take the benefits 
of e-government to strengthen democracy and to promote efficiency and 
effectiveness by establishing a system of transparency, public participation, and 
collaboration (Obama, 2009). However, collaboration among government agencies 
is one of the common issues faced by governments in developing countries (Waseda, 
2015). 
World Bank has defined e-Government as the use of Information and 
Communication Technology (ICT) in government institutions that enable them for 
transforming their way of communication and interaction with citizens, businesses, 
and other government institutions (World Bank, 2011). These interactions are 
notated using G2C for the interaction of government with citizens, G2B for the 
interaction of government with businesses, and G2G for the interaction of 
government with other government agencies.  
Many scholars argued that e-Government is the main component of 
improving the public service delivery and increasing transparency. E-Government 
increases standardization of the process of public service delivery, thus, minimizing 
the room for the discretion of government officials (Bertot et al., 2010; Harrison, 
Guerrero, & Burke, 2011; Hartzel & Gerde, 2016; Soonhee Kim & Lee, 2012). Also, 
e-government reduces the uncertainty in the completion of the citizenry services. As 
a result, those who apply for a government service can predict the time needed by 
the agency to accomplish the request (Ojha et al., 2008). In all, e-government can be 
regarded as a platform for transparency that accordingly limits the use of discretion 
power of government officials. Referring to the Klitgaard’s equation on corruption, 
increasing transparency and reducing the discretion will lessen the corruption. 
Many scholars have proved empirically that e-government has a negative 
impact on corruption significantly. E-Government could reduce corruption by 
enhancing the effectiveness of internal and managerial control in an organization 
(Shim & Eom, 2008; Zhao & Xu, 2015). Using the pervasiveness of Internet, e-
Government enables a government agency to engage more citizen in participating in 
a decision-making process. Also, the Internet has enabled the government to 
disseminate any specific information to citizen broader and faster. E-Government 
and Internet altogether contribute significantly to curb corruption (Andersen, 2009). 
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Despite any efforts for examining and investigating the relation between e-
government and corruption, there is still room for questioning the impact of the 
interaction between government and its stakeholders on corruption. The study about 
examining the impact of G2C, G2B, and G2G simultaneously on corruption is still 
none. The outstanding literature on e-government and corruption discussed mainly 
the G2C, G2B, or G2G separately (Cho & Choi, 2004; Seongcheol Kim et al., 2009; 
Neupane, Soar, Vaidya, et al., 2012; Noce & Carvalho, 2014; Prasad, R.D., Pathak, 
2005; Zulkarnain, 2015). The proposition on the importance of examining the 
impact of these three interactions is based on the assumption that G2C, G2B, and 
G2G jointly extended the more eyeballs on government activities, thus, narrowing 
the chance of corruption. In addition to those three interactions, there is one 
particular instrument that, along with the affordability of Internet, should take into 
account for extending the more eyeballs, i.e., e-Participation.  
Linus’ Law states that the more people watching the source code of software, 
the bugs in that software will shallow (Meneely & Williams, 2009; Raymond, 1999). 
In this study, the corruption is also a shallow problem when there are enough 
eyeballs. Therefore, the vast number of eyes, aided by ICT, make the amount of data 
less daunting. Furthermore, to get more eyeballs on government activities, the 
government uses e-Participation for attracting more people to freely express their 
opinion about government activities (Yu & Robinson, 2012). 
United Nations in its biennial report on e-Government Survey has separated 
the e-Government Index and e-Participation Index. E-Government Index was 
composed of three indicators; Infrastructure, Online Service, and Human Capital 
Index. E-Participation uses three level of adoption; e-Information, e-Consultation, 
and e-Decision Making (United Nations, 2014). From this point of view, e-
participation is considered as a part of e-government that extends the application of 
G2C. Using e-participation, G2C is not only about online citizen service but also 
promoting the e-democracy (Vogt, Forster, & Kabst, 2014). 
Using the UN’s definition of e-Participation, e-Participation exists in many 
forms such as e-voting, hotline channel, whistleblowing system, and community-
based online channel. The first three forms are commonly a government initiative to 
support e-Democracy (Vogt et al., 2014). From this point of view, e-participation is 
the extension of G2C. Due to the affordability of the Internet and personal devices, 
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social media take place in the area of government-citizens interaction. The case of 
Weibo in China is a good example of framing the social media as a tool for 
improving a government-citizen collaboration. Another example of a popular 
platform that mediates the communication between government and citizen is the 
online petition at http://change.org. It is a global platform for empowering the voice 
of people around the globe with country borderless. As of October 2016, there are 
162,810,897 people sign petitions to solve social issues in many countries. Moreover, 
Change.org has successfully achieved 19,444 goals in 196 countries32. Some other 
initiatives are ipaidabribe.com and bribespot.com. However, they have not got their 
main stage yet. All in all, the advance of ICT has brought e-participation to be more 
pervasive.  
Association of Certified Fraud Examiner (ACFE) noted that e-participation is 
essential for detecting organization misconducts. Instead of using e-participation, 
ACFE used the term “hotline reporting”. In the report titled “Report to The Nation”, 
ACFE concluded that the most effective tool for uncovering corruption is tips or 
complaints, as shown in Figure 3.1. According to the report, tips had led the 
organization to detect misconducts. Tips came from both internal and external 
parties. Moreover, the report also said that 49% source of tips is from internal and 
the rest came from the vendor, competitor, or other else. Furthermore, the report 
investigated the impact of the presence of hotline reporting on the effectiveness of 
detection method. The finding is that the hotline had a substantial impact on the 
detection through tips (ACFE, 2014). A comparison between organizations with and 
without hotline reporting is shown in Figure 3.2. 
Like a hotline reporting, e-Participation has a potency for playing a critical 
role in government anti-corruption program. It enables the government to gather any 
information from internal and external. There are two terminologies for describing 
the e-participation system for reporting any misconducts, i.e., Whistleblowing 
system and complaint management system. The whistleblowing system is very 
specific for reporting misconducts. The source came from the internal organization 
or any related parties which involved in a governmental function (Francis, 
Armstrong, & Foxley, 2015; Johansson & Carey, 2015; Tudu & Pathak, 2014). The 
                                                 
32 Global Petition Online at http://change.org 
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complaint management system enables the government to engage more audiences. It 
is not only about reporting misconducts but also about satisfaction on the 
government services (Bendall-Lyon & Powers, 2001).  
 
Figure 3.1 Initial Detection of Occupational Fraud33 
 
Figure 3.2 Impact of Hotlines34 
Empirical studies about the relation between e-participation and corruption 
are still rare. Existing literature related to that area is mainly based on a case study. 
These case studies, however, enrich the literature with compelling evidence that e-
participation has a role in fighting corruption. Gu (2014) conducted research on the 
use of Sina Weibo, a Chinese microblogging, in creating and strengthening a mutual 
communication between Chinese government and citizens. The Chinese government 
                                                 
33 Source: Report-To-The-Nation, ACFE, 2014, page 23 
34 Source: Report-To-The-Nation, ACFE, 2014, page 22 
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uses Weibo to solve social issues faster and more effective. Sina Weibo has 
successfully promoted the mutual supervision and co-governance between 
government officials and citizens (Gu, 2014). The success of Weibo in China is a 
paradox in which Weibo encompasses the state Internet censorship, as China is very 
strict on the social media censorship (Schmidt & Cohen, 2013).  
Another successful implementation of e-participation is the LAPOR portal in 
Indonesia (Peixoto & Fox, 2016). LAPOR is a complaint management system 
initiated by Presidential Task Force for Development Monitoring and Oversight. 
LAPOR is a hub that connects citizens to government agencies. Most government 
agencies in Indonesia has taken an active role in following up any complaints or 
information from the citizens35. These two examples have shown that government 
and stakeholder have an equal opportunity to create e-participation system. Weibo 
has proven that community can attract government to participate in a non-
government system, therefore, creating a mutual control system between 
government and stakeholders. LAPOR, on another side, is compelling evidence that 
government can attract citizens to spontaneously inform the government about 
anything related to government officer misconducts, a broken infrastructure, or any 
aspiration about their surroundings. Furthermore, LAPOR, into some extents, is able 
to take the role as a G2G platform since LAPOR has established a specific channel 
to each government agency in Indonesia. 
All in all, this study posits that e-participation does not necessarily come 
from government side but from society. E-Government, on another side, is 
exclusively endorsed and owned by government. Both government and society have 
similar chance to create e-participation system. This study argue that e-government 
and e-participation have different role and position in the area of fighting corruption. 
However, e-government and e-participation have the capacity to strengthen 
monitoring capacity of government for discouraging government officials from any 
misconduct that may lead to a corruption case.  This study will attempt to examine 
how strong the e-government and e-participation in broadening the monitoring 
channel for the government. Also, this study will slice e-government into three 
components; Government-to-Citizen (G2C), Government-to-Business (G2B), and 
                                                 
35 LAPOR! Portal at http://lapor.go.id 
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Government-to-Government (G2G). The slicing of e-government is essential for 
measuring the impact of e-participation on those three components.  
3.2.2 Conceptual Framework 
Based on the previous literature review, e-Participation is not the initiative of 
the government. Therefore, it is not limited to a specific government agency. E-
Participation does not consider the attribute of the stakeholders such as citizenship, 
residential, and legal status. In contrast to e-Participation, e-Government commonly 
addresses specific stakeholders. For example, G2C service in a local government is 
fully-functional available for citizen belongs to the respective local government. E-
Government needs e-participation, which is based on stakeholder’s demand, to be 
reachable by stakeholders borderless. 
Furthermore, stakeholders demand e-Participation as a neutral channel to 
take part in specific areas of government functions such as monitoring, reporting and 
complaining. E-Participation extends government’s field of view for gaining 
stakeholders opinion on government performance, in this study, related to anti-
corruption strategy. 
The following picture portrays the conceptual framework of this study. 
 
Figure 3.3 Conceptual Framework of relationship among e-participation and e-
government for monitoring government activities36 
3.3 Research Model and Proposed Hypotheses. 
3.3.1 Three interactions in e-Government 
The prominent definition of e-government is the one come from World Bank 
in which e-government is the use of information and communication technology in a 
                                                 
36 By author 
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government institution for improving the way of its interactions with citizens, 
business enterprises, and other government institutions (World Bank, 2011). The 
following section will explain each of these interactions, which commonly refer to 
G2C, G2B, and G2G. 
3.3.1.1 Government-to-Citizen (G2C) 
E-Government has gained public attention along with the New Public 
Management (NPM) since 2000. Using the advent of ICT, the NPM 
practitioners inject government processes with ICT under the umbrella of e-
government development. The prime objective is to improve public service 
delivery from the government to its citizens in term of speed, accuracy, and 
convenience. The common examples of G2C interaction in e-government 
application are land record management system, citizenry services, and license 
registration services. These applications provide the citizen with faster delivery 
service. The online services enable the citizen to predict the completeness of 
whole process more accurate. Also, the system allows a government, as a 
service provider, to send notifications to citizens regarding the progress of the 
service. This systemic procedure will discourage citizens to spend extra time 
nor extra money to get the result, thus, reducing the opportunity for corruption 
(Seongcheol Kim et al., 2009; Ojha et al., 2008). This lead to the hypotheses: 
H1: The country with high level of G2C will achieve the better perception of 
corruption.     
3.3.1.2 Government-to-Business (G2B) 
The common practices of G2B are e-Procurement, e-Customs, and e-Tax 
(Waseda, 2015). E-Procurement reduces the opportunity for vendors to meet 
physically with the procurement officers. Moreover, e-procurement ensures the 
equal treatment to the bidders, thus, eliminating unfair competition among 
bidders. Since the process is open to all bidders, there is no asymmetric 
information occurred, thus, increasing transparency and accountability (Ishak 
& Said, 2015). Similarly, e-Customs gives a fair treatment to trade companies 
so that they do not have a chance to race in offering speed money to the 
officers in the customs office. In addition to that, implementation of e-customs 
reduces the complexity of customs procedures. Under those circumstances, it 
diminishes the opportunity for a customs officer to gain extra money. This lead 
to the hypotheses: 
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H2: The country with high level of G2B will achieve the better perception of 
corruption. 
3.3.1.3 Government-to-Government (G2G) 
While the current technology enables one government to exchange information 
with other government institutions in a real time, such practices are still not 
common in e-government development (Waseda, 2015). A few countries have 
attempted to strengthen their data exchange using ICT. Japan, as a top country 
with high technology adoption, has developed Certification of the Final 
Account Computer System (CEFIAN) system, an inter-government data 
exchange for government financial audit purposes. Estonia has X-Road as a 
platform for linking various e-services in both public and private sectors. Also, 
the United States and Singapore have an interoperability among government 
agencies. When government agencies connect their information system among 
others, the opportunity to falsify government financial transaction for private 
gain is very limited. This lead to the hypotheses: 
H3: The country with high level of G2G will achieve the better perception of 
corruption.     
3.3.2 E-Participation 
Apart from e-government, e-participation provide the individual with 
alternative channels to take part in some portions of government process such as 
decision-making process, policy analysis, and government performance evaluation 
process. Borrowing the concept of Linus’s Law that posit the more eyeballs, more 
bugs are shallow, e-participation is a tool for the government to engage more 
eyeballs for daunting the corrupt officers(Brito, 2008; Raymond, 1999). This lead to 
the following hypotheses: 
 
H4: The e-Participation moderates the relationship between G2C and CPI. 
H4a: The higher e-Participation, G2C is positive towards CPI 
H4b: The higher e-Participation, the relation between G2C and CPI is stronger 
H5: The e-Participation moderates the relationship between G2B and CPI. 
H5a: The higher e-Participation, G2B is positive towards CPI 
H5b: The higher e-Participation, the relation between G2B and CPI is stronger 
H6: The e-Participation moderates the relationship between G2G and CPI. 
H6a: The higher e-Participation, G2G is positive towards CPI 





3.3.3 Research Model 
The following picture depicts the hypotheses model in this study. 
 
Figure 3.4 Research Model 
3.4 Data and Measures 
This study employs the secondary data from Network Readiness Index (NRI) 2014 
released by World Economic Forum(WEF), e-Government Development Index (EGDI) 2014 
published by United Nations Department of Economic and Social Affairs (UN-DESA) and 
Corruption Perception Index (CPI) 2014 released by Transparency International. Due to the 
completeness of all variables, this study analyzed 136 countries (see Apendix 7 and Appendix 
8). 
Among five variables investigated in this study, three of them will use proxy variable 
since there are no available measures on them. These three variables are G2C, G2B, and G2G. 
EPAR and CPI, are directly taken from EGDI’s e-Participation Index and Transparency 
International’s CPI. G2C, G2B, and G2G variable will use some indicators from NRI.  
EGDI is the World Bank project for assessing e-government development in countries 
around the globe. It comprises three indicators; Infrastructure Index, e-Government Index, 
and e-Participation Index. This study uses e-Participation Index from EGDI for EPAR 
variable. Since this study would like to investigate whether EPAR moderates the relationship 
between three interactions in e-government and perception of corruption, EPAR was recoded 
into a dichotomous value, i.e., zero (0) for below the mean of EPAR and one (1) for above the 
mean of EPAR. So, for a country with e-Participation index greater or equal to 3.3 will be 
recoded as 1 and those with e-Participation Index below 3.3 will be recoded as 0. 
Every year, Transparency International conducts a survey for measuring the 
corruption in the countries around the globe. Transparency measures the perception of 
corruption and develops the index named Corruption Perception Index (CPI). CPI is the most 
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cited index for measuring corruption in countries. The index is ranged from 0 to 100 in which 
100 is the cleanest country from corruption. This study uses CPI Score from the report for 
CPI variable.  
NRI is an assessment of a country’s readiness and measurements for taking the benefit 
of ICT usage in society. NRI is composed of ten pillars that represent ICT impacts. They are 
Political and Regulatory Environment, Business and Innovation Environment, Infrastructure 
and Digital Content, Affordability, Skills, Individual Usage, Business Usage, Government 
Usage, Economic Impacts, and Social Impacts (World Economic Forum, 2014). These pillars 
are categorized into four sub-index, i.e., Environment Index, Readiness Index, Usage Index, 
and Impact Index. For the purpose of this study, three pillars from Usage Index are used as 
the proxy variables for three interactions in e-government (G2C, G2B, and G2G). These three 
pillars are Individual Usage, Business Usage, and Government Usage. 
The proxy variable is a variable that take place another variable in which that variable 
is never observed nor difficult to measure. Some examples of the proxy variable are Gross 
Domestic Product (GDP) per capita for portraying the quality of life, TOEFL score as a proxy 
for English proficiency, and changes in height for hormone level. Three out of ten pillars from 
NRI have the closest relation with three intended variables to be measured, thus, taking them 
as proxy variables for three interactions in e-government. This study uses Individual Usage, 
Business Usage, and Government Usage as a proxy for G2C, G2B, and G2G, respectively. 
These proxies are needed due to lack of available measures on G2C, G2B, and G2G. Table 
3.1 and Table 3.2 show the list of variables and descriptive statistics of these variable, 
respectively. 
Variables Source Range Value 
G2C Individual Usage from NRI 2014 0 - 7 
G2B Business Usage from NRI 2014 0 - 7 
G2G Government Usage from NRI 2014 0 - 7 
EPAR e-Participation Index from EGDI 2014 0 - 1 
CPI CPI from CPI 2014 1 - 100 
Table 3.1 List of Variables 
 
Variable N Mean Std. Dev Min Max 
G2C 136 4.12538 1.57809 1.31044 6.86385 
G2B 136 3.83883 0.83268 2.53567 6.13235 
G2G 136 3.96254 0.90759 2.24353 6.25784 
EPAR 136 0.53676 0.49865 0 1 
CPI 136 46.33333 19.357 17 91 
Table 3.2 Descriptive Statistics 
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3.5 Testing the impact of e-Government and e-Participation on Corruption 
Before assessing the research hypotheses, the model should be assessed for 
collinearity issues. It is necessary because the collinearity in a model could affect the 
estimates of path coefficients. The test of collinearity is undertaken by calculating the 
Variance Inflation Factors (VIF) of each independent variable (Hair, Hult, Ringle, & Sarstedt, 
2014). Hair et al. (2014) suggested that VIF score of 4 or below indicates the absence of 
collinearity. The results of collinearity test for three independent variables, as shown in Table 
3.3, indicates that collinearity is not present in the research model.  
CPI 
Independent Variable VIF VIF 
G2C 2.840 1.685343 
G2B 3.021 1.737979 
G2G 2.755 1.659844 
Table 3.3 Variance Inflation Factor 
After examining whether the model has collinearity issue or not, the structural model 
is assessed. The assessment involves calculating the significance and relevance of the 
hypothesized relationships between the research variables. This study used R language for the 
statistical analysis. Table 3.4 presents the results of the analysis. 
Variable CPI t-Statistic p-value Significance 
G2C 4.171 4.773 4.75e-06 *** 
G2B 12.023 7.039 9.51e-11 *** 
G2G 1.730 1.156 0.25     
. significance at p=10% * significance at p =5%; ** significance at p =1%; *** significance at p =0.1% 
Multiple R-squared:  0.764, Adjusted R-squared:  0.759 
Table 3.4 Path Coefficient 
Table 3.4 also shows that G2B demonstrates the strongest influence with a path value 
coefficient of 12.023 at 99% confident level followed by G2C with a path coefficient value of 
4.171 at 99% confident level. The influence is significant at the confident level of 0.1%. In 
contrast, the result shows that the influence of G2G to CPI, even though positive, is not 
significant at the confident level of above 10%.  
Moreover, Table 3.4 shows that R2 is 0.764 (76%). Based on the value of R2, these 
predictors altogether represent 76% of all variables that influence the Dependent Variable. As 
a result, only 24% variables unobserved through this model. In other words, among all 
variables that impact the Corruption Perception, G2C, G2B, and G2G altogether take a 




The last procedure is comparing the level of e-Participation readiness in countries, i.e., 
countries having high e-participation in contrast to countries having low e-participation. High 
e-participation group is the countries whose e-participation index above or equal the mean of 
EPAR, as shown in Table 3.2, and vice versa for Low e-participation group. This study used a 
Multiple Linear Regression – grouping analysis. In this process, the path coefficients of the 
research model of countries with high e-participation index are compared to path coefficients 
of countries with low e-participation index. 
The results of the assessments are presented in Table 3.5. It shows that having a high, 
as compared to a low, e-participation index significantly moderates the effect of government 
to citizen interaction (G2C).  
 High EPAR Low EPAR Coefficient 
 Coefficient Sig. Coefficient Sig.  
G2C  CPI 6.693 *** 3.768 *** 77% 
G2B  CPI 11.905 *** 7.745 * 54% 
G2G  CPI 0.814   3.959 . 80% 
. significance at p=10% * significance at p =5%; ** significance at p =1%; *** significance at p =0.1% 
Table 3.5 Group Analysis 
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3.6 Findings and Discussion 
The previous section presented the results of analysis of the secondary data which 
sought to answer the four hypotheses proposed in this study. Referring to Table 3.4 and Table 
3.5, this section discusses the testing results of each research hypothesis which, as noted in 
section 3. 
3.6.1 Effect of government-to-citizen interaction using e-government (G2C) on perception of 
corruption (CPI) 
Results of the analyses indicate that having access to citizenry government 
service using ICT in obtaining online public service lead to the more positive 
perception of corruption, which supports H1. The analysis reports the estimated path 
coefficient of G2C and CPI as 4.171 (p=0.1%). This finding is similar with previous 
studies on the role of online public service in combating corruption (Seongcheol 
Kim et al., 2009). G2C part of e-Government reduces the opportunity for 
government officials to accept a benefit from a citizen in exchange for process 
prioritization. As shown by the case of OPEN System in South Korea and Bhoomi 
Project in India, the use of ICT in delivering public service lessens the information 
uncertainty regarding the completeness of public service delivery. ICT enable 
government agency to publish specific information to the citizens. As a result, the 
citizens are well-informed about the service that they have applied such as an 
explanation of the process stages, notification of the ongoing process, and 
clarification of the disputes that may exist (Ojha et al., 2008; Shim & Eom, 2015; 
Singla & Aggarwal, 2011). 
3.6.2 Effect of government-to-business interaction using e-government (G2B) on perception of 
corruption (CPI) 
The most discussed G2B system is e-procurement system in government. As 
its original purpose is for reducing corruption in government procurement, the result 
of the analysis shows its positive impact. The analysis indicates that having 
procurement and taxation service using ICT lead to the more positive perception of 
corruption, which supports H2. The analysis reports the estimated path coefficient of 
G2B and CPI as 12.023 (p=0.1%). This finding is aligned with similar studies on the 
role of e-procurement in combating corruption (Seongcheol Kim et al., 2009). G2B 
part of e-Government help government agencies not only in streamlining the 
procurement process but also in creating fair competitions among vendors (Ferreira, 
Cunha, Amaral, Algoritmi, & Camões, 2014; Ishak & Said, 2015; Neupane, Soar, 
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Vaidya, et al., 2012). While the fair competition occurred, the monopoly practices 
will shallow. Hence, the corruption will be diminished.  
3.6.3 Effect of government-to-government interaction using e-government (G2G) on 
perception of corruption (CPI) 
Among three interactions in e-government, G2G is statistically the least 
significant factor to reduce corruption. As shown in Table 3.4, G2G has the p-value 
of 0.25 which is significant at 75% confidence level. Despite its low significance, 
G2G has a positive impact on the perception of corruption at the coefficient of 1.730. 
The result of this analysis follows previous research focusing on G2G. The 
objectives of G2G in e-Government development are to reduce the red type, to 
increase efficiency, to streamline the process business, and to increase productivity 
(Gatautis, Kulvietis, & Vitkauskaite, 2009; Kalja, Robal, & Vallner, 2015; Pandey & 
Gupta, 2016). Only a few literatures on G2G address the initiatives for eradicating 
corruption. Most of these literatures discussed G2G within one agency in which 
G2G is to integrate all information system in a government agency such as 
integrating the Human Resource Information System with Finance Information 
System, connecting Core Business System with Performance Management System, 
and linking Asset Management System with Accounting Information System. Those 
linkages are hidden from stakeholders, as a result, it does not give significant impact 
on perception of corruption.  However, G2G has its uniqueness for detecting 
corruption that involved government officers from two or more different 
government agencies. G2G strengthens government’s monitoring capacity on other 
government agencies, thus, addressing bureaucratic corruption (Zulkarnain, 2014, 
2015). 
In summary, G2G in literature is mainly about modernizing the government 
internal information system. G2G supports integration than collaboration. Arguably, 
it seems that focusing the integration is not significant for curbing corruption, 
statistically. 
3.6.4 Effect of e-Participation (EPAR) in moderating G2C, G2B, and G2G relationship with 
the perception of corruption (CPI) 
To test the fourth hypothesis depicting moderator effects, two groups of 
Multiple Linear Regression were performed using mean split samples for e-
Participation. In this process, the countries are split into two categories, i.e., 
countries with high adoption of e-Participation and countries with low adoption of e-
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participation. Countries with a high population are the countries whose e-
participation index is greater or equal to the mean of e-participation. The latter is 
those with e-participation index below the mean.  
As shown in Table 3.5, the level of e-participation moderates the G2C 
significantly since the change in e-participation will increase the coefficient of G2C 
by 77%. In addition to that, the level of e-participation does not influence the 
significance level of G2C on CPI. With or without e-participation, G2C is still the 
most significant factor of e-government on combatting corruption. Citizen-centric e-
government is the most efficient for eradicating corruption (Ghazi Mohammed 
Zafaruddin & Mushtaq Siddiqui, 2010). 
On G2B, EPAR moderates the impact of G2B significantly at 54% 
increasing. Also, G2B will be more significant if e-participation adoption is high as 
shown in Table 3.5. In low e-participation countries, the significance level of G2B is 
at p=5% and p=0.1% in high e-participation countries. This result infers that the 
presence of e-participation will add more eyeballs to government side on e-
procurement, as the most common implementation of G2B. More people are able to 
monitor the government procurement process, thus, discouraging unfair and 
monopolistic practice (Alarabiat, Soares, & Estevez, 2016; Marcela, Moreno, 
Orlando, & Páez, 2014; Panda, Sahu, Gupta, & Muthyala, 2014). Also, it eliminates 
the room for discretion. As mentioned in the corruption equation model, the lower 
monopoly and/or discretion will lessen corruption. 
On G2G, surprisingly, the presence of e-participation reduces the coefficient 
of G2G on CPI significantly at 80%. Also, the presence of e-participation lessens the 
significance level of G2G as shown in Table 3.5. In the high e-participation 
countries, G2G is not a significant factor. The result implies that with high e-
participation, G2G is not significant for increasing the positive perception of 
corruption. Instead, G2G is highly expected to make government process more 
efficient and faster by integrating government information system (Gatautis et al., 
2009; Joia, 2004; Zarei & Ghapanchi, 2008). The implementation of the lapor.go.id 
portal in Indonesia could be a good example to illustrate the result in which e-
participation may reduce the role of G2G in reducing corruption. Similar 
implementation may also have occurred in other countries. 
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Lapor.go.id is the e-participation system initiated by Presidential Task Force 
on Development Monitoring and Control (UKP4). The system enables the citizen to 
report anything related to the performance of public services and government 
officials. The report could be in the form of complaint, suggestion, or specific 
information. Through the specific workflow in the system, the report is distributed to 
respected government agencies for a follow-up (Peixoto & Fox, 2016). Should the 
report involved two or more government agencies, they coordinate seamlessly 
through the system. This scenario shows that G2G is implemented through e-
participation. 
3.7 Conclusions 
Utilizing Multiple Regression Analysis – Group Analysis, this paper attempts to 
enrich current literature on e-government as a tool for combating corruption by constructing 
three interactions in e-government and testing the relationship between those interactions and 
perception of corruption. Also, this study put e-participation as a variable that controls the 
impact of each interaction in e-government on corruption. Like a CCTV at public places, e-
participation is a space for more people to act like CCTV; a special CCTV that gawps 
government officers’ misconducts. 
Among those three interactions in an e-government enactment, G2G is not significant 
for curbing corruption. G2C and G2B are significant for increasing the perception of 
corruption. However, the level of significances differs among two groups of countries, i.e., 
high e-participation and low e-participation adoption countries. The result of a group analysis 
has shown that e-Participation adoption moderates G2G and G2B significantly, and not 
significant for moderating G2C. 
In many cases, the government extends the reach of G2C by actively involved in 
social media. Social media is a kind of open space where there are many sources of potential 
eyeballs for making corruption suppressed. E-participation, to some stages, acts as a hub for 
many government agencies to collaborate seamlessly for solving social issues, thus, replacing 
a dedicated G2G channeling. As the statistical result says that the higher e-participation, the 
G2G becomes not significant for combating corruption. 
China and Indonesia have experiences of how government strengthens the monitoring 
capacity through an interaction using a crowdsourcing platform. The Chinese government has 
shown the success collaboration with the citizens using Weibo, a non-government 
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microblogging system. China case highlights the use of e-participation to strengthen the G2C 
interaction to be more powerful for detecting corruption. On another case, Indonesia 
introduces the LAPOR Portal as an e-participation system initiated by the government. 
Indonesian case highlights the use of e-participation to grease both G2C and G2G interaction. 
In addition to government-endorsed e-participation platforms, there are numerous community 
initiatives such as chage.org and ipaidabribe.com that encourage people around the globe to 
raise the voice for solving social issues in which corruption is one of the issues. 
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Chapter 4: A Study on the Use of Information and Communication 
Technology for Combating Corruption: A case study in 
Supreme Audit Institution of Indonesia and Japan 
Corruption is one of the serious crimes in the world. Not only developing countries 
but also developed countries have suffered from corruption. Transparency and Accountability 
are the two sides of a coin to eradicate corruption. Supreme Audit Institution (SAI) is the 
highest authority in a country for assessing and evaluating accountability of government 
institution. As an institution, whose mandate on assessing the accountability of government 
agencies, SAI has roles and responsibility for combatting corruption. Many studies have 
found that Information and Communication Technology (ICT) is an engine of transparency. 
ICT is able to deliver information at the speed of the light and broadcast the information to a 
huge audience instantly. As a state level government institution that intensively uses 
information from other agencies, SAI uses ICT to improve the performance and quality of 
works regarding information process. There are several ways implemented by SAI to collect 
and to verify such information. SAI Japan uses an on-premises-application for accepting 
government financial data. SAI Indonesia, on another hand, uses a component installed on 
government agencies infrastructure for delivering the financial electronic data to a database 
center in SAI Indonesia. This paper explores the use of ICT in SAI for improving SAI’s roles 
in fighting corruption. This study investigates how the ICT enable the SAI to actively 
involved in anti-corruption initiatives. In addition to that, this study attempted to compare 
those practices in a developing country and a developed country, i.e., SAI Indonesia and SAI 
Japan. The findings show that institutional policy affects the effort of SAI in combating 
corruption. Through a series of procedures in qualitative research, this study found that there 
are three key elements in developing ICT solution for reducing corruption. Those are 
transparency among government agencies, traceability on every government financial 
transaction, and collaboration among government institutions that will create a mutual control 
system. 
4.1 Introduction 
Combating corruption is one of the biggest agenda in most developing countries. 
Developing countries suffered severe losses because of corruption (Peyton & Belasen, 2012). 
The cost of corruption impedes the national economic development. It hampers the quality of 
regional development in a country. Also, corruption distracts the trust in a society that may 
83 
 
hinder the global development in a country (Prasad, R.D., Pathak, 2005). As a result, the high 
level of corruption prevents a developing country for transforming to be a developed country. 
Developing countries require consistent, yet, extraordinary actions in combating corruption. 
Many scholars agree that Information and Communication Technology (ICT) is a tool 
for fighting corruption. Because of its importance in improving the quality of the process; 
time, accuracy, and information distribution, most organization integrated ICT within their 
business process at all organizational levels (Gates, 2001). Many studies had stated that ICT 
gives a significant negative impact on corruption. Using a panel data of 149 countries, 
Andersen found that the higher the Internet usage in a country, the less possible the corruption 
to occurred (Andersen, 2009). Ionescu (2013) examined several empirical studies and 
concluded that e-Government offers a high degree of transparency, which is vital for curbing 
corruption (Ionescu, 2013). Kim et al. (2009) analyzed and documented the implementation 
of the Online Procedure for Enhancing public service (OPEN) system in the Seoul 
Metropolitan Government for reducing corruption. They linked three institutional 
mechanisms to four anti-corruption strategies (Seongcheol Kim et al., 2009).  
In contrast to the previous studies on ICT and corruption that mainly addressed 
reducing corruption through the improvement of public service delivery using ICT, this study 
attempts to explore the use of ICT in Supreme Audit Institutions (SAI), a state-level agency 
that holds the highest authority on government auditing. SAI is one of the pillars of National 
Integrity System (NIS) (Transparency International, 2012b). SAI refers to a government 
organization in each country that has the mandate to conduct an audit of government 
institutions and thereby, sets standards for government audit works (OECD., 2013). In order 
to accomplish their tasks objectively and efficiently, SAI is required to be independent and 
protected from outside influence. However, since SAI is part of the state as a whole, SAI 
cannot be fully independent.  
In 1977, International Congress of Supreme Audit Institution (INCOSAI) reached a 
consensus that SAI should be independent in which SAI should be free from any interference 
from other entities when conducting the audit. Then, the participants named the agreement 
with Lima Declaration. Furthermore, SAI from all countries settled that Lima Declaration is a 
Magna Carta of government auditing (INTOSAI, 1998). 
Lima Declaration was established on top of the rule of law and democracy. The rule of 
law and democracy are essential for an independent and accountable government auditing. 
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Independence, accountability, and transparency of SAI are necessary prerequisites in a 
democracy, which enable SAIs to lead by example and enhance their credibility. These 
elements can improve governance, promote accountability, and, therefore, can help SAIs to 
fight corruption (INTOSAI, 2010). SAIs has responsibility for combating corruption and 
actively involved in eradicating corruption activities. ISSAI 20 Principle No.4 states that 
“SAIs prevent internal conflicts of interest and corruption and ensure transparency and 
legality of their operations”37. 
SAI is the institution with the intensive use of the information for conducting its 
function. The presence of ICT enables SAI to connect to auditee, a government institution 
whom SAI audit periodically. While connecting the information systems are commonplace 
permitting real-time data communication among governments and the current state of ICT 
enables SAI to receive some information online from other governments, the utilization of 
such capability is still immature among developing countries (Waseda, 2015). The more 
common practice is for one government to receive the information from others, generally by 
request, by using email or secondary storage devices such as a compact disc or flash disk. 
These practices, based on author's experience when conducting an audit, create an 
unnecessary delay for concerning agency to process further. The delayed data may also create 
the possibility that it was manipulated or fraudulent data (Lanza, 1998). 
The main objective of this paper is to explore the perception of auditors on the role of 
ICT in combating corruption activities within the Supreme Audit Institution context. Among 
SAIs in Asia, only SAI Indonesia and SAI Japan have an ICT infrastructure that provides SAI 
with a persistent connection to government institutions. Therefore, the study focuses on the 
use of ICT by the SAI Indonesian and Japan for combating corruption. Moreover, due to the 
fact that Japan is not only a country with a very low rate of corruption but also a high-tech 
country, there is an expectation from this study that SAI Indonesia can take some insights 
from SAI Japan context case about the use of ICT for curbing corruption. 
The research contributes to reframe the profile of ICT on combating corruption 
initiatives. The question in this paper is: what is the perception of auditors in Supreme Audit 
Institution concerning the role of ICT in performing anti-corruption behavior? 
                                                 




4.2 Research Methodology 
The research uses a qualitative method. Qualitative data coded, paraphrased, 
summarized or subsumed in a larger structure are a part of the data reduction process. This 
research uses semi-structure interviews as the tool. A semi-structured interview appears 
informal and conversational with a set of clearly defined goals and guidelines (Pretty, 1995).  
A semi-structure interview and Focus Group Discussion (FGD) was conducted with 
the senior auditors from the SAI Indonesian in April 2015 and SAI Japan in September 2015. 
The targeted respondents are those whose audit experience is more than ten years. In 
designing the interview questions, the objective was to gather as much relevant information as 
possible. The study will uncover the respondents’ perception of their use of ICT purposively 
for curbing corruption, i.e., preventing and detecting corruption.  
15 respondents involved in this process. The question during a semi-structure 
interview was designed to obtain a clear understanding of the respondent’s experience of 
using ICT for detecting an indication of corruption. During the FGD with auditors of SAI 
Japan, the participants share their experience in interacting with ICT for identifying 
irregularities in government financial transactions. The FGD was started with the overview of 
ICT implementation in SAI Indonesia. Then, the following open questions were asked to the 
participants: 
- What, if any, is the specific ICT Solution implemented in SAI for helping them in 
Audit Process? 
- How does ICT help the SAI in interaction with other government agencies? 
- Fighting corruption is one of the raison d’etre for establishing SAI. How does ICT 
help SAI in fighting corruption? 
- How is the auditors’ experience of using ICT for finding any irregularities in 
government financial transactions? 
- What is the situation of ICT solution that help SAI in the Audit Process; Planning, 
Execution, Reporting, and Following-up audit findings? 
After the FGD, the face-to-face interview was conducted specifically to obtain the clearer 
understanding about the ICT solution which was highlighted during FGD. The architecture of 





Table 4.1 shows the number of participants in interview and FGD. 













Focus Group Discussion at SAI Japan 
- Auditor from the 5th Bureau; IT Audit Unit 
 
5 
Total respondent (Interview and FGD) 15 
Table 4.1 List of Interviewees38 
4.3 Context Cases 
4.3.1 Supreme Audit Institution Japan 
In 1869, Ministry of Finance initiated the establishment of a superintendent 
that was not a part of cabinet. In 1880, after changing the name several times, 
government established a financial authority named 財政監督機関 (zaisei kantoku 
kikan), which should report to 太政官 (daijyo-kan). In February 1889, along with the 
declaration of Meiji Constitution, government transformed the financial authority 
into the board audit, the current Supreme Audit Institution Japan or 
日本の会計検査院(Nihon-no-kaikeikensain) in Japanese. The board has mandate to 
oversee public finance as an independent institution which directly reported to the 
Emperor. Then, in 1947, government promulgated the Constitution of Japan which, 
then, enacted the Board of Audit Law as a provision of Constitution Article No. 90. 
Based on that law, the Audit Board retains its status as independent institution to the 
Cabinet. The important changes brought by the Board of Audit Law is as follow: 
▪ Closer relationship with National Assembly 
▪ The scope of audit is expanded 
▪ More transparent to audit result 
                                                 
38 Compiled by the author based on a conducted field research 
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According to Board of Audit Act, Board of Audit has mandates to audit the 
final accounts of expenditures and revenues of the State and other accounts as 
requested by law, supervise public financial management for ensuring the adequacy 
and rectifying any irregularities, and conduct audit with the objective of accuracy, 
regularity, economy, efficiency, effectiveness, and other objectives necessary for 
auditing. To strengthen the mandate of the Board of Audit, the Act stated in Article 
24 that an entity subjected to audit shall submit the financial transaction regularly in 
both electronic form and documentary evidence39. 
4.3.2 Anti-Corruption in Japan 
 Transparency International, World Economic Forum, and World Bank have 
considered Japan as one of the lowest corruption countries. According to the Global 
Competitiveness Report 2014-2015 by World Economic Forum, corruption is not 
the main problem in Japan with the index scale zero together with public health 
service (World Economic Forum, 2014, p.226). Japan achieves that reputation 
without the presence of a dedicated and independent anti-corruption agency. Among 
top 50 countries in Corruption Perception Index (CPI) 2014, Japan is the only Asian 




Country Dedicated and Independent Anti-
corruption Agency 
URL 
7 / 175 Singapore The Corruption Practice Investigation 
Bureau (CPIB) 
https://www.cpib.gov.sg/ 
15 / 175 Japan N/A  
17 / 175 Hong Kong The Independent Commission 
Against Corruption (ICAC)  
http://www.icac.org.hk/ 
30 / 175 Bhutan The Anti-Corruption Commission 
(ACC) 
http://www.acc.org.bt/ 
35 / 175 Taiwan The Agency Against Corruption 
(AAC) 
http://www.aac.moj.gov.tw/  
43 / 175 South Korea The Korean Anti-Corruption and 
Civil Rights Commission 
http://www.acrc.go.kr/  
50 / 175 Malaysia Malaysian Anti-Corruption 
Commission 
http://www.sprm.gov.my/  
Table 4.2 List of Asian countries in the top 50 countries of CPI 201440 
Corruption in Japan does not have particular attentions in term of law nor the 
prosecution. Since the corruption is not the problematic issues in Japan, there is no 
specific law and regulation on prosecuting corruption. Corruption is an ordinary 
                                                 
39 Board of Audit Act, Article 24, http://www.jbaudit.go.jp/english/jbaudit/chapter2.html 
40 Compiled by author from CPI 2014 and Web search 
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crime. It is less problematic than suicide, stealing, and kidnapping. Corruption-
related crimes are coded in the Japan Penal Code Act No. 45 / 1907. The Act states 
certain corruption crimes in chapter 25. According to that law, corruption covers the 
following engagements:  
- Abuse of authority by public officers; article 193, 194, 196 
- Assault and cruelty by public officers; article 195 
- Bribery, exertion of influence; article 197, 198 
In Japan, corruption among public officers is not a widely-discussed issue. 
This does not mean that corruption does not exist in Japan, however, corruption case 
in Japan is not a daily occurrence. Corruption does not spread massively in daily life. 
Every year, Ministry of Internal Affairs and Communication of Japan publishes 
“汚職事件について” (Oshoku jiken ni tsuite), a report about the incident of corruption 
in government institution both local and central government. The report shows the 
case of corruption in the section 1 of the report and the causes of such corruption 
cases in section 6 of the report, as indicated in Table 4.3 and Table 4.4. Table 4.5 
shows the case of corruption in government institutions from year 2005 – 201441. 






Prefectures 32 25 32 
Municipalities 80 74 80 
Public Company 0 0 0 
T O T A L 112 99 112 
Table 4.3 Incident of Corruption in Japan 
 
Causes 2012 2013 2014 2015 
Lack of Personnel Quality 
(職員としての資質の欠如) 
22 24 26 29 
Lack of control 
(業務チェックの不備) 
16 16 18 19 
Insufficient supervision capacity 
(監督の不十分) 
13 15 13 14 
Lack of Accounting Management 
(会計管理の不備) 
9 11 12 13 
Table 4.4 Causes of Corruption in Japan (in percentage) 
 
                                                 






  2011 2012 2013 2014 2015 
  
Prefecture 33 25 21 23 32 
Municipality 98 98 106 80 80 
Public Company 0 0 1 0 0 
Total 123 108 128 103 112 
 
Prefecture 22 11 16 17 25 
Municipality 107 92 95 72 74 
Public Company 1 0 1 0 0 
Total 103 90 113 89 99 
 
 
Prefecture 27 21 21 24 32 
Municipality 108 110 108 81 80 
Public Company 0 0 1 0 0 
Total 135 131 130 105 112 
Table 4.5 Incident of Corruption in Japan (2011-2015) 
4.3.3 The use of ICT in SAI Japan 
Japan is recognized globally as one of the advanced countries in ICT 
research and development. ICT is ubiquitous in all level of government; central and 
local government. The best quality of network infrastructure contributes to the 
affordability of information system in government agencies. Ministry of Internal 
Affairs and Communication (MIC) embraces the ICT in governments. MIC creates a 
policy regarding the ICT implementation in government agencies.  
ICT gives organizations the opportunity to be more productive by increasing 
the efficiency, effectiveness, and speed. SAI, an organization that relies on the 
quality of information, requires the information system for calculation, analysis, 
sampling, and simulation on various audit related data. The availability of reliable 
information system helps auditor to be more focus on the substance of audit 
objectives rather than collecting and analyzing the preliminary data.  
SAI Japan introduced a tool for collecting and analyzing financial data. The 
main objective of the tool is to improve the processing speed and the accuracy of the 
financial data analysis. Using these measures, SAI can conduct the field audit more 
effective and more efficient. Furthermore, SAI has developed the Audit Information 
System to enhance and to strengthen the audit works; desk audit and field audit. SAI 







SAI developed CEFIAN to accept the financial data submission from 
government agencies, the Central Bank (Bank of Japan), and Ministry of Finance. 
The Board of Audit Act, Article 24, stated that all government agencies should 
submit the financial data transaction electronically every month to SAI-Japan. 
Therefore, there is no resistance from auditee to submit the data electronically. All 
financial data includes the budget information. 
As for data submission from Ministry of Finance, CEFIAN communicates 
with ADAMS (Governmental Accounting Affairs Data Communication 
Management System), an application owned by Ministry of Finance since 1978 to 
collect the financial transactions from other ministries. Since 2008, ADAMS has 
been replaced by its successor ADAMS II due to a continuous change in Ministry of 
Finance regarding state financial procedure during 1987-2005.  
Accounting Center of Ministry of Finance operates the ADAMS II to 
conduct accounting activity of income and expenditure for all government agencies 
and branches so that ADAMS II can collect all accounting data automatically. 
Figure 4.1 shows the position of CEFIAN among other government information 
systems. 
Using CEFIAN, auditors compare the data submitted by auditees with the 
data submitted by Bank of Japan and the aggregate transaction information 
submitted by ADAMS II. There are three data sources compared among them. If the 
CEFIAN triggered an alert where the amount of transaction in one ministry is 
different from other sources, SAI will submit the confirmation letter to the respected 
ministry. 
CEFIAN only verify the accuracy of the amount of state expenditure and 
revenue. The substance of transactions and the occurrence of such transactions are 
beyond the function of CEFIAN. Instead, those are within the scope of the audit 
fieldwork. Therefore, there is no adequate evidence that SAI uses CEFIAN as a tool 




Figure 4.1 CEFIAN and its surrounding systems42 
 
4.3.4 Supreme Audit Institution Indonesia 
In January 1947, Indonesia, the newly independent country, established the 
Board of Audit namely Badan Pemeriksa Keuangan (BPK) as stipulated by 
Constitutional 1945. In April 1947, BPK announced its mandate to all government 
agencies. Also, during that time BPK ran its mandate using two the colonial 
legislations. The first one regulated the public finance management and treasury, i.e., 
Indische Compatbiliteit Wetboek (ICW) and the second regulated the financial 
supervisory, i.e., Instructie en Verdere Bepalingen voor de Algemene Rekenkamer 
(IAR).  
In 2004, government stipulated the regulation on state financial audit, 
management, and accountability No. 15/2004. This regulation replaced the IAR. In 
2006, government endorsed the Law of Board of Audit No. 15/2006. This law 
replaced the previous Law of Board of Audit No. 5/1973. According to Board of 
Audit Law No. 15/2006, Board of Audit has mandates to audit government 
accountability including government financial statement, government performance, 
                                                 
42 Redraw by author from discussion with auditors of SAI Japan. 
92 
 
and on purpose audit, to calculate the state loss, and to monitor the audit follow-ups. 
Furthermore, the important changes brought by the Board of Audit Law No. 15/2006 
is as follow: 
▪ Increasing the number of board member from seven to nine members in 
total. 
▪ Establishment of a regional office in all provinces. 
▪ Budget Independency from government in which SAI arranged the 
budget with House of Representative instead of with Ministry of 
Finance.  
 Supreme Audit Institutions Indonesia comprises a head quarter office and 
regional offices. As requested by Board of Audit Law No. 15/2006, SAI Indonesia 
should establish a regional office in all provinces. Therefore, currently there are 34 
regional offices all over Indonesia. The head office audits all central government 
institutions and state-owned companies. The regional office, on another hand, audits 
the local government in the respective province and local government owned 
enterprises. 
4.3.5 Anti-Corruption in Indonesia 
Indonesia does not have a good reputation for corruption based on 
Transparency International, World Economic Forum, and World Bank. World 
Economic Forum in its Global Competitiveness Report 2014-2015 stated that 
corruption is the most problematic factors in doing business Indonesia  (World 
Economic Forum, 2014, p.214). Although Indonesia has established the independent 
anti-corruption agency, the corruption is still high in Indonesia. Indonesia has got 
ranked 107 out of 175 countries on the CPI 2014 published by Transparency 













Country Dedicated and Independent 
Anti-corruption Agency 
URL 
7 / 175 Singapore The Corruption Practice 
Investigation Bureau (CPIB) 
https://www.cpib.gov.sg/ 
85 / 175 Thailand National Anti-Corruption 
Agency 
https:// www.nacc.go.th 
50 / 175 Malaysia Malaysian Anti-Corruption 
Commission 
http://www.sprm.gov.my/  
85 / 175 Philippines Office of the Ombudsman http://www.ombudsman.gov.ph/  
107 / 175 Indonesia Corruption Eradication 
Commission 
https://www.kpk.go.id 
119 / 175 Vietnam Central Steering Committee 
for Anti-Corruption 
N/A 
156 / 175 Cambodia The Anti-Corruption Unit http://www.acu.gov.kh/  









Table 4.6 List of ASEAN Countries on the CPI 201443 
 
In 1999, Indonesia ratified the Law No. 31 about Corruption Eradication. 
The law then amended in 2001 by Law No.20.  The Corruption Eradication Law 
formulates 30 types of corruption that have clustered into seven categories. The 
categories are as follow: 
- Abuse of power that caused a state loss; Article 2, 3 
- Bribery; Article 5 ,6, 11, 12, 13  
- Embezzlement; Article 8, 9, 10 
- Extortion; Article 12 
- Fraud; Article 7, 12 
- Conflict of Interest; Article 12 
- Illegal Gratuities; Article 12 
Unlike in Japan, people can easily experience the corruption, especially the 
petty corruption, in Indonesia and perhaps in other developing countries (Prabowo & 
Cooper, 2016). The corruption spreads massively in the form of bribery, peddling 
the influence, and rent-seeking. Corruption also occurs in many sectors such as 
forestry, mining, and citizenry public service (Enrici & Hubacek, 2016; 
Transparency International, 2014). In addition, government officers in all level; from 
                                                 
43 Compiled by author from CPI 2014 and Web search 
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staff to a high rank officer have opportunity for committing corruption (Prabowo & 
Cooper, 2016). 
In 2002, Indonesia has established the independent anti-corruption agency 
namely Corruption Eradication Commission or Komisi Pemberantasan Korupsi 
(KPK) through the promulgation of Act No. 30/2002. The establishment of the new 
agency created a redundancy on eradicating corruption activities. Currently, there 
are three agencies take a role in prosecuting the corruption cases. They are Supreme 
Attorney Institution, National Police Agency, and the newly founded Corruption 
Eradication Commission. These first two agencies have responsibility to prosecute a 
corruption case along with other criminal cases such as murder, theft, and drugs. 
However, according to the Act no.30/2002 on Article 10 stated some conditions that 
the corruption cases would be handling by KPK. These conditions are as follows. 
▪ The corruption cases involved the public officer in law enforcement 
agencies and a high rank public officer including a politician. 
▪ The corruption case become a public attention 
▪ The corruption case causes the state loss one billion Rupiahs 
(1,000,000,000 IDR) at minimum.  
In 2009, Indonesian government stipulated the Act no. 46/2009 for the 
establishment of a special court whose solely authorization to investigate, hear and 
decide cases of corruption. This act required the Supreme Justice Institution 
Indonesia to establish the corruption court in all provinces. The corruption court is a 
part of district court in the province. 
Every year, KPK releases its annual performance report that contains the 
statistic of corruption cases in Indonesia. The cases are not only a case handled by 
KPK but also the cases from other law enforcement agencies; National Police and 
the Office of Attorney General. The following tables portrays the corruption in 
Indonesia for year 2011 – 201544. 
  
                                                 
44 Compiled from KPK’s Annual Performance Report 2011-2015 
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Forms of Corruption 
Year 
2011 2012 2013 2014 2015 
Procurements 10 11 9 15 14 
Licenses 0 0 3 5 1 
Bribery 25 34 50 20 38 
Extortion 0 0 1 6 1 
Misuse of budget allocation 4 3 0 4 2 
Money Laundering 0 0 7 5 1 
Breaching the investigation 
process 0 0 0 3 0 
 Total 39 48 70 58 57 




2011 2012 2013 2014 2015 
Legislatures 5 16 8 4 19 
Minister 0 1 4 9 3 
Governor 0 0 2 2 4 
Mayor 5 4 3 12 4 
High and Middle-ranking officers 7 8 7 2 7 
Judge 3 2 4 2 3 
Private sector 11 16 24 15 18 
Other 5 3 7 8 5 
 Total 36 50 59 54 63 
Table 4.8 Corruption Cases by the Rank of Perpetrators 
 
Law Enforcement Agency 
Year 
2011 2012 2013 2014 2015 
State Attorney 1131 767 960 911 876 
Police 220 200 272 273 196 
 Total 1351 967 1232 1184 1072 
Table 4.9 Corruption Cases Handled by Office of Attorney General and National Police 
4.3.6 The use of ICT in SAI Indonesia 
As an institution of 5621 audit professionals with state-wide coverage 
including 33 regional offices and tight audit schedules, the SAI Indonesia needs an 
IT Solution that is expected to improve audit efficiency, to promote audit 
consistency, to provide a centralized repository for audit program and the result, and 
to automate testing and analytical procedure.  
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In 2010, SAI Indonesia had announced a national project named the National 
Synergy on Information System (SNSI). The initial objective of this project is for 
collecting electronic data from all auditees and matching the data across auditees. 
The purposes of this project are to improve the whole audit process and to equip the 
auditors with the ability to access information from auditees using the advanced 
utilization of Information and Communication Technology (ICT). According to 
Article 10 of the Audit on State Finance Management and Accountability Act 2004 
(No. 15/2004), in performing the audit, BPK has the authority to: 
• Request any mandatory documents to the respective officers regarding the 
audit on state finances 
• Access all data stored in any media, assets, location, and all types of assets or 
document managed and controlled by auditee or other parties as needed for the 
audit purposes 
• Put seal to any custody of money, goods or documents related to the state 
finance management 
• Request information to relevant people or parties 
• Take pictures, record and sample for the audit evidence purposes. 
Under SNSI project, SAI Indonesia has built a national database that is a 
very large database of national financial data. The database will consist of the 
financial-related electronic data from 2000+ auditees that are scattered all over 33 
provinces in Indonesia. IT Bureau, whose responsibility for providing SAI Indonesia 
with IT solution to support core activities, got a mandate from board member to 
define and to deploy the appropriate platform and technology concerning the SNSI 
Project. 
Also, through the SNSI project, SAI Indonesia has built an automated 
analysis and measurement so that the auditors can validate every batch of data thus 
providing SAI with Early Warning System (EWS). Due to the existence of this EWS, 
SAI Indonesia will be able to notify the auditee if, in some circumstances, the 
anomaly occurred.  
Using SNSI, auditors could have a valid preliminary data for preparing their 
audit assignment. As a result, when in the field audit, the auditor will have adequate 
time to complete their audit cycles including preparing audit working paper and 
audit reporting. On this cycle, SNSI is expected to improve some audit processes 




The main engine of SNSI is a system namely e-Audit. E-Audit is a 
combination of three components; Consolidator, Data Model, and Portal. Each 
component has a specific function. Figure 4.2 illustrates the architecture of e-Audit. 
Consolidator is a pair of two applications; Consolidation Agent (AK) and Master 
Consolidation Agent (MAK). AK is the application service that is installed on 
auditee’s premise. Its job is to extract, compress, encrypt, and send the data from 
auditee’s database to the MAK. MAK is deployed on SAI’s premise. Its job is to 
receive the packet from AK, decrypt it, decompress it, and load to the operational 
database.  
Once the data resides in the operational database, the system will transform 
and load the data into a data warehouse schema that is available for auditors. The 
data warehouse schema is formulated using auditor's analytical procedure as a 
reference. Auditors access the information through the portal.  
The Portal provides the auditor with a list of functions that represented the 
audit program that is commonly used by auditors. Using the portal, the auditor will 
get an instant result of a particular audit program. In all, the portal enables the 
auditors executing less procedure than the traditional approach does to obtain the 
equivalent results.  
 
Figure 4.2 e-Audit Architecture45 
                                                 
45 Redraw by the author based on the Grand Design e-Audit (BPK RI, 2010) 
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4.4 Analysis and Findings 
Global Competitiveness Report 2014-2015 (World Economic Forum, 2014, p.226) 
stated that Japan does not have a problematic issue on corruption. The result of discussion 
with auditors from SAI Japan pointed out that auditors in SAI Japan rarely found the 
corruption case in audit assignments. Some opinions about this matter are as follow: 
“… Since Meiji era, the focus of Japanese government is national 
economy… so that our division does not prioritize on finding corruption…” 
[Auditor, SAI Japan, Discussion] 
 
“… in field audit, the corruption case is never found... audit office has 
mandate to report the fraud case to the inspector… in fact, the auditee had 
reported such cases directed to the inspectorate so that when auditors 
come, the case was closed.… “ [Auditor, SAI Japan, Discussion] 
 
“… in case we found some irregularities that cause a state loss, the 
Adjudication Unit in our office will decide who should be responsible for 
the loss and how much money he/she should pay to the National Bank…” 
[Auditor, SAI Japan, Discussion] 
 
“… there is no case of the fake invoices… government agencies submit the 
original invoice to our Office, therefore, there is no chance for falsifying 
the evidence…” [Auditor, SAI Japan, Discussion] 
 
The Japan auditors’ opinions on corruption show that the corruption eradication is the 
responsible of all government agencies. It is not necessary to rely on another government 
agency. All government agencies should be aware of the risk of corruption so that the 
ministry could mitigate the risk. 
On the contrary, Global Competitiveness Report 2014-2015 (World Economic Forum, 
2014, p.214) has highlighted that corruption is the most problematic factors in doing business 
in Indonesia. Corruption appears in many forms at any level of bureaucracy from the lowest 
to the highest. The result of discussion pointed out that auditors may find some indications of 
corruption cases during a financial audit or performance audit. SAI Indonesia declares an 
investigative audit to proceed such indications further. The conclusion of the investigative 
audit will be submitted to the law enforcement agencies; Public Prosecutor Office, Police, and 
Corruption Eradication Agency. The following statement supports the practices as mentioned 
earlier.  
“….From the financial audit, BPK found that there is an overpayment in 
public service advertising expense amounting to USD112,000….From the 
above audit finding, it is visible that a corruption indication case exists. 
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BPK then considered to conduct an investigative audit regarding the 
case…” [Auditor, SAI Indonesia, Interview] 
 
Referring to user's activity log of e-audit portal, there are 4000+ auditors have 
accessed the e-audit portal during the audit assignments including the audit planning and 
executing phase. In the planning phase, auditors use e-audit to conduct an analytical 
procedure on financial transactions for validating the cohesiveness of these transactions and 
detecting the potential occupational fraud such as asset misappropriation and an over/under 
statement of asset and revenue. During the execution phase, auditors use e-audit mainly to 
execute confirmation procedures. Feature of online confirmation on air ticket hold 75% of the 
e-audit usage, followed by online confirmation on tax transaction note (NTPN). 
Before the implementation of e-audit, only certain audit teams are able to completely 
execute confirmation procedure. Complete execution means that the audit teams received the 
response from the third party. In many cases, audit teams are unable to get the answer. The 
time limitation, audit team's capacity, and responsiveness of third party's counterpart are the 
cause of an incompleteness of confirmation procedure. These conditions create a capability 
gap among audit team in which some audit team are able to conduct confirmation procedure 
completely while the other teams are unable to do so.  
Using e-Audit, auditors have an equal chance to complete the confirmation procedure. 
As a result, there have been a significant increase in audit findings related to fraud on Travel 
Allowances, especially in local government. The following figure shows the audit findings 
generated through e-Audit system. 
 
Figure 4.3 Fraud-related Audit Findings for 2010-201546 
                                                 
46 Compiled by author from Summary of Audit Report 2010-2015 
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Corruption is the outcome of the lack of law enforcement, economy, and a political 
regime. Corruption existed when the management of the state was not going well.  It is an 
indication of misconduct in managing the state (Rose-Ackerman, 1999). From the discussion, 
it is revealed that interconnectivity among government information system may contribute to 
close the opportunity of corruption. The interconnectivity increases the traceability level of 
government financial transactions. Such connectivity enables SAI not only to monitor the 
accuracy of financial transaction thus discouraging the government officer to misrepresent the 
government expenditure. It also enables SAI to create a mutual control system with other 
government institutions. The following opinions illustrate a condition where the Government 
Financial System is inter-connected and such system reduces the opportunity for corruption. 
 “… CEFIAN was developed from scratch by SAI……Auditors use 
CEFIAN only to check accuracy of the amount only not the detailed 
payment…thus, it is not intended to detect corruption even if it is possible 
to do so…” [Auditor, SAI Japan, Discussion] 
 
“… CEFIAN accept financial data submission from all government 
agencies, Ministry of Finance, and the Central Bank… Auditors use 
CEFIAN to measure the accuracy of financial data record among those 
three parties..” [Auditor, SAI Japan, Discussion] 
 
“…accounting control system in government is integrated…Data 
communication among Board of Audit and other government agencies is 
conducted through Central Government WAN...” [Auditor, SAI Japan, 
Discussion] 
 
“…Since the control system is integrated, the inaccuracy in financial data 
submission from government never happens. It increases the confident 
level of financial record, thus, gradually less auditor use CEFIAN…" 
[Auditor, SAI Japan, Discussion] 
 
“…Japan SAI received all the government expenditure record from the 
central bank automatically…Central Bank has responsibility to send the 
money to the citizen or company on behalf of the government. The 
government office only has a single bank account...” [Auditor, SAI Japan, 
Discussion] 
 
There is no evidence that Japan SAI has some experiences in using ICT for combating 
corruption. CEFIAN, which is a legitimate software application for supporting audit activities, 
has never found any irregularities in government financial transaction. CEFIAN case has been 
showing that the good collaboration among government information system enables a mutual 
control system that discourages the government officers to conduct corruption. This case has 
101 
 
shown that the mutual control system between CEFIAN and other government information 
system reduced the human intervention in detecting irregularities. ICT has taken some parts of 
those activities. This practice supports the concept of IT Alignment in which all ICT 
implementation should follow the business goal, support the business process, and give value 
added to the organization (Weill & Ross, 2004). 
A mutual control system among government institutions is necessity to increase the 
cost of corruption. First of all, the mutual control system enables one government to validate a 
financial transaction from other government institutions, thus, strengthening the supervisory 
capacity of one institution to others. Secondly, a mutual control system enables one 
government to get information from other government institutions for specific purposes, for 
example, procurement purposes and confirmation purposes. In procurement purposes, mutual 
control system enables a government institution to compare the price of similar goods and 
services between two or more government institutions. The ability to gather procurement 
information from other government institution will reduce the risk of uneconomical price in 
procuring goods and service from third party that may contain kickback, bribery, and price 
fixing. SAI Indonesia has proven the success of mutual control system in the area of 
streamlining the confirmation process. A report from Ministry of Internal Affairs and 
Communication on the causes of corruption cases in Japan (Table 4.3.2.3) reveal that the lack 
of control and insufficient of supervision of manager or peer are the top four causes of 
corruption cases in Japan.  
In addition to a mutual control system, Japanese management system has a strong 
decision-making procedure which emphasize the collegial approval system namely 稟議制 
(Ringisei). Under the Ringisei system, the documents run around the officers who concern 
with the matter, in turn, from the first-hand recipient to the highest authority. This system 
increases the cost of corruption since the approval involved several parties. Should one 
perpetrator try to commit a corruption, he/she should offer an invitation for other parties to 
join into the scheme. Consequently, all parties have the mutual control over the whole 
processes. Ultimately, the Ringisei system runs effectively to restrict an arbitrary decision 
making. It requires the consent of those who concern with the matter in the office. 
Using the similar context of questions, the result of interviewing the auditors from SAI 
Indonesia shows the different opinions on the use of ICT in SAI. E-Audit system has helped 
the auditors in detecting the indications of fraud faster than without e-Audit. Similar to the 
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function of CEFIAN at SAI Japan, one of the functions of e-Audit is to accept the financial 
transaction from all government agencies both local and central governments. However, there 
are some different aspects of e-Audit that the CEFIAN does not have. The following 
extractions of interview script describe the technical capacity of both systems; CEFIAN and 
e-Audit. 
“..auditors use e-Audit during field audit… it simplifies some audit 
procedures..” [Auditor, SAI Indonesia, Interview] 
 
“…it is easier to find some indications of fraud related to travel expense 
since e-audit was providing us with raw data from one airline 
company…we hope e-audit can be extended to be able to access such 
information from other airline companies..” [Auditors, SAI Indonesia, 
Interview] 
 
“…we can create a financial report from information available in e-
audit…we can compare such report to the one issued by auditee…” 
[Auditors, SAI Indonesia, Interview] 
 
 “…auditor uses CEFIAN only to make sure the accuracy of the amount of 
government revenue and expenditure… we don’t check the detailed 
description of the transaction.. the accuracy is validated to other data 
submission from ministry of finance and central bank… “ [Auditor, SAI 
Japan, Discussion] 
 
“…during field audit auditor do not use CEFIAN. They are too busy with 
finding irregularities related to the economy, efficiency, and 
effectiveness… clerical and document analytical tasks are dominant 
during field audit..” [Auditor, SAI Japan, Discussion] 
 
“..computer-assisted audit technique using specific audit software is 
rarely implemented.. they use excel..” [Auditor, SAI Japan, Discussion] 
Annual report on the Incident of Corruption Cases supports the fact that Japanese 
auditors rarely find any corruption cases during audit assignments. As of December 2015, 
number of government employee is 2,300,000 persons47. However, among these numbers, 
only 112 individuals involved in corruption cases (0.004%). Arguably, in Japan, an individual 
action is more common than a group action in the corruption cases in which the number of 
corruption cases is substantially equal to the number of perpetrators, as can be seen in Table 
4.3. It seems that corruption in government institutions is the problem of individual, not the 
organizational culture nor the political culture. 
                                                 
47 Statistics Bureau of Japan, http://www.stat.go.jp/english/data/nenkan/66nenkan/1431-27.htm 
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Compared to corruption cases in Japan, Corruption in Indonesia is easier to find. 
Based on the annual report from Corruption Eradication Commission, in 2015, there are 1072 
corruption cases handled by Supreme Prosecution Institution and National Police Agency. 
Corruption Eradication Commission held 57 cases. With the number of government officers 
as of 2015 is around 4,500,000 persons48, the corruption rate in government officers is 2.5%. 
The rate in Indonesia is considerably higher than that in Japan. 
In addition to the discussion of ICT based auditing system in SAI Japan and Indonesia, 
discussing the differences of government auditing system between Japan and Indonesia is 
considerably important. Acknowledging the differences might be useful for further research 
on government auditing system for fighting corruption. Firstly, SAI Japan has mandate only 
to conduct audit on central government and in any places where the government money was 
disbursed. These include ODA Projects overseas and infrastructure development in local 
government. Unless the local government receives money from central government, SAI 
Japan does not have authority for conducting audit. However, the local government in Japan 
has audit committee, which demands the private public accountant to evaluate the 
accountability of local government49. Secondly, there is no representative office of SAI Japan 
in other places. SAI Japan only has one office, a headquarter office, located in Tokyo. SAI 
Indonesia, on another hand, has mandate to conduct audit not only on central government but 
also local government, state-owned enterprises, and local government owned enterprises. 
Since SAI Indonesia has authority to conduct audit on local government, the Board of Audit 
Act requires SAI Indonesia to establish representative offices in all provinces. Currently, there 
are 34 provinces in Indonesia, thus, 34 representative offices were opened all over Indonesia. 
Unlike in Japan, government auditing system in Indonesia is arguably complicated. In 
Japan, beside SAI, there is an internal audit unit in every Ministry even though the name may 
differ. For example, in Ministry of Health Japan, there has been a Directorate General for 
Policy Evaluation50 in Ministry of Health Japan, and the Administrative Evaluation Bureau51 
in Ministry of Internal Affairs and Communication. In Indonesia, every year, a government 
institution accepts three agencies for conducting audit. These agencies are Inspectorate 
                                                 
48 Statistics Bureau of Indonesia, https://www.bps.go.id/linkTabelStatis/view/id/1163 
49 The Japanese Institute of Certified Public Accountants, 
http://www.hp.jicpa.or.jp/english/accounting/system/ 
50 http://www.mhlw.go.jp/english/org/detail/dl/organigram.pdf  
51 http://www.soumu.go.jp/english/aeb/index.html  
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General, Development and Financial Supervisory Board (BPKP), and Supreme Audit 
Institution (BPK). BPKP is the uniqueness of government auditing system in Indonesia. 
BPKP was established by Presidential Decree for strengthening the supervisory function on 
national development and financial. Among these three audit agencies, BPK is the only 
external audit for government. Inspectorate is the internal audit unit for specific institution 
and BPKP is not only the internal audit unit for government body but also the external audit 
unit for specific institution. Among three types of audit conducted by BPK; financial audit, 
performance audit, and on purpose audit, BPKP are not allowed to conduct financial audit. 
Therefore, there is a kind of similar function hold by two agencies. To avoid the dispute on 
the result of such audit if conducted by BPKP and BPK, coordination between these two 
agencies is essential, especially in a case of calculating the state loss due to corruption. The 
following diagram summarizes the position of these three audit agencies. 
 
Figure 4.4 Positioning of Inspectorate, BPKP, and BPK52 
4.5 Conclusions 
Both SAI Indonesia and Japan have utilized ICT for supporting their audit activities to 
be more effective and more efficient. In general, the use of ICT in SAI is predominantly for 
collecting the financial data electronically from government agencies. Both SAIs have 
performed an ICT-based collaborative work with other government agencies to simplify one 
part of their business process; collecting data for audit purposes. SAI Japan uses CEFIAN for 
accepting financial transaction electronically related to government revenue and expenditure 
as required by audit law and for checking the accuracy of such transaction in term of the 
transaction amount. The similar scenario applies to SAI Indonesia on e-Audit system except 
                                                 




on the legal aspect. SAI Japan created CEFIAN due to the mandatory of government agencies 
to submit electronic financial information to SAI Japan while SAI Indonesia created e-Audit 
due to the need of strengthening SAI’s capability on monitoring government financial 
transaction. The creation of e-Audit and CEFIAN increases the transparency level among 
government agencies to SAI. A certain level of transparency may enhance the traceability of 
the transaction. These systems enable one government agencies to find out other government 
financial transactions.  
CEFIAN and e-Audit have the similar basic function, i.e., providing a channel for 
transferring the financial information from auditee to SAI. BPK has extended the functions in 
e-Audit so that e-Audit is able to provide the auditor with certain automatic audit procedures. 
SAI Japan, on another hand, preserves the CEFIAN at its origin. There are some possibilities 
of CEFIAN to be extended with some features so that auditors use CEFIAN not only during 
desk audit but also at the field audit. The advance technology in Japan enables SAI Japan to 
do so.  
The basic policy on corruption influences how SAI use ICT as a collaborative work. 
Since Japan does not have a serious problem on corruption, the SAI Japan does not intend to 
use CEFIAN for detecting nor combatting corruption. As a consequence, auditors from SAI 
Japan do not perceive the ICT in SAI Japan as a tool for combatting corruption. Indonesia, 
which has problematic issues on corruption, creates e-Audit as a tool to detect thus reducing 
corruption. SAI Indonesia has equipped the e-Audit with embedded audit procedures in which 
auditors can use them during the field audit. As a result, auditors from SAI Indonesia have 
experience on using ICT for detecting fraud, consequently, taking a role in curbing the 
corruption. 
Although there is no adequate evidence to conclude the role of CEFIAN in fighting 
corruption, this study believes that in the beginning of CEFIAN’s operationalization, SAI 
Japan identified numerous irregularities like what was done in SAI Indonesia during the 
implementation of e-Audit. There is a possibility that CEFIAN gave a deterrence effect on 
irregularities so that the irregularities become least possible to occur and are considered 
extinct in the last decade. Acknowledging the SAI Japan has used CEFIAN since 1978, a 
consistent use of ICT in SAI Japan is a lesson learnt from this study.  
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SAI Japan implements CEFIAN continuously because Board of Audit Act, on Article 
2453, states that any entities subjected to audit should submit the financial data electronically 
to SAI Japan. SAI Indonesia, on another side, relies on the voluntarily of the auditee in 
participating in e-Audit through a Memorandum of Understanding (MoU). Therefore, like 
CEFIAN in SAI Japan, this study suggests the revision of Audit on State Finance 
Management and Accountability Act 2004 that explicitly requires all entities to submit 
financial data electronically. 
In order to improve the collaboration among three audit agencies in Indonesia, specific 
arrangement between BPK, BPKP, and Inspectorate for supporting anti-corruption initiatives 
become necessity. This arrangement should address a function redundancy, especially 
between BPK and BPKP since both agencies have authority to conduct performance audit and 
on-purpose audit. This may help for creating a more robust monitoring capacity in the field of 
government auditing.  
In all, there are three key measures from ICT that contribute to anti-corruption 
strategies; transparency, traceability, and mutual control system. Among these three key 
elements, transparency is the engine for other two elements. 
  




Chapter 5: Research Model and Hypotheses 
5.1 Introduction 
The previous chapter discussed the qualitative research conducted to explore 
empirically among auditors how their use of ICT extends the perspectives obtained from the 
literature review and quantitative research exposed in chapter 3. From the results of the 
previous completed research activities, this chapter develops a research model that elaborates 
two previous chapter for achieving robust monitoring capacity of a government agency. 
Figure 5.2 shows the summary of literature in the fields of corruption, e-participation, and 
finding from previous chapters. 
This chapter adapts the conceptual model, shown in Figure 2.13, into a testable 
research model containing three independent variables and two dependent variables. This 
chapter proposes and presents four hypotheses relating to the relationships between the 
research variables. The following figure depicts this procedure. Detail of each independent 
variable and their associated hypotheses are explained, sequentially, starting with 
Government-to-Citizen. 
 
Figure 5.1 Operationalization of the Conceptual Model into a Research Model54  
                                                 





Figure 5.2 Key points of the literature review with reference to the related section55 
                                                 
55 Compiled by author 
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5.2 Government-to-Citizen (G2C) 
Corruption occurred due to an asymmetric information between government officers 
and citizens. Asymmetric information occurs because government officers as the service 
provider do not transparent to the citizens about the process of public service delivery. The 
asymmetric information, then, creates an aperture for practicing a discretion in processing the 
public service (Prasad, R.D., Pathak, 2005). The discretion that comes from the asymmetric 
information may lead to a suspicion, instead of accountability (Behn, 2001). 
Andersen (2009) argues that e-government offers a high level of transparency in the 
government process. Transparency is constructed through a complex interaction between 
government and citizens in which it includes a governance process (Grimmelikhuijsen & 
Klijn, 2015; Meijer, 2013). Governance, in ICT domain, contains three activities, i.e., to 
evaluate, to direct, and to monitor (ISACA, 2012). Also, governance ensures a good two-way 
communication between an institution (government agency) and stakeholders (citizens). 
Association of Certified Fraud Examiner (ACFE) mentioned that the availability of an 
anonymous reporting channel is important to encourage citizens for expressing their opinions 
regarding the government misconduct (ACFE, 2014). Having an anonymous channel in a 
government agency, the government official will have a sense of being watch continuously. 
When people knew that there is a mechanism of watching their activities, they would likely to 
avoid an illegal act (Allard, Wortley, & Stewart, 2008).  
This study views G2C as a component of e-government that gives the citizens a 
greater control over their information. Since the citizens have greater control over their 
information related to the public service, government officers perceived that they do not have 
more room for applying their discretion to chase private gain. Through G2C, the government 
has constant audiences who will oversee how government delivers the public service. G2C in 
e-government implementation provides the government with a limitless channel for plugging 
in citizens as such a quasi-CCTV that spotted how government operates their mandates. 
Given the preceding line of arguments, this study hypothesis that: 
Hypothesis 1:  The G2C influences positively the monitoring capacity of government. 
Since G2C is more focus on improving the interaction between government and 
citizens, local government is more reliant on citizen. All citizenry services are mostly 
provided by local government rather than central government. Consequently, citizens 
communicate with local government more often than with central government. Given this, the 
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expectation is that the type of government will moderate the relationship between G2C and 
the Monitoring Capacity. 
5.3 Government-to-Business (G2B) 
Ackerman (2014) explained that in interaction between government and private sector 
or business enterprises, procurement is amongst the most vulnerable government activities 
from corruption (Ferreira et al., 2014). It is the container for many forms of corruption such as 
bribery, kickback, and bid-rigging. At most, procurement is the only government function 
among other functions that closely related to the private sectors. Both central and local 
government, regardless their unique core business, has procurement process that involves 
private sectors. As a result, most literature use e-procurement as an example of G2B in an e-
government practices. 
Bof and Previtali in (Previtali & Bof, 2010) mentioned that e-procurement is essential 
for ensuring a fair competition among bidders, increasing transparency, streamlining the 
decision making process, and reducing the personal contact between bidder and procurement 
committee (Charoensukmongkol & Moqbel, 2014). Moreover, e-procurement enables 
business enterprises to monitor specifically what will government buy and how much the 
budget for it. 
This study views G2B as a component of e-government that gives the business 
enterprises a greater control over government information in term of procurement. Since the 
business enterprises have greater control over such information, i.e., what is needed and how 
much is prepared by government, government officers perceived that they do not have more 
chance to allocate privilege and to share information in advance for specific bidder. Through 
G2B, the government has voluntary audiences who will watch how government proceed the 
procurement. G2B in e-government implementation provides the government with a distinct 
channel for engaging business enterprise as such a quasi-CCTV that spotted how the 
procurement process run. Given the preceding line of arguments, this study hypothesis that: 
Hypothesis 2:  The G2B influences positively the monitoring capacity of government. 
Interaction between government and private sector is not only about procurement but 
also related to taxation, customs and excise, and licensing. However, among any interactions, 
procurement is the most generic interaction among them. Taxation, for example, is the 
interaction between private sector and only the tax department which is a part of central 
government. Customs and Excise also between private sector and specific government 
agencies, which is usually a central government. Procurement, on the other side, is available 
111 
 
in all government agencies both central and local government agencies. Given this, the 
expectation is that the type of government will moderate the relationship between government 
and business enterprises.  
5.4 Government-to-Government (G2G) 
When a government connected its information system to other governments’ 
information system, there is a mutual control system among government agencies (Zulkarnain, 
2016). In a mutual control system, a transaction in one party could examine other party’s 
transaction. An entity that join in a mutual control system will have a benefit of gaining more 
control over other party’s information. 
Having such capacity, an entity could spot on other entity’s activities, thus, creating 
peer-supervision among them. When one government institution has ability to retrieve some 
relevant information from other government institutions, the officers in that institution will 
perceived a high risk of being detected by their peer in other institutions (Zulkarnain, 2015). 
Given the preceding line of arguments, this study hypothesis that: 
 Hypothesis 3:  The G2G influences positively the monitoring capacity of government. 
Interaction between government and other government covers not only among central 
governments but also between central and local governments. Most citizenry services are 
provided by local government but in the background process, local government needs some 
part of information from central government, e.g., the issuance of birth certificate and 
property ownership certificate. Moreover, central government needs some information from 
other central government for certain purposes such as financial budget and realization, 
employment cycle, and local-central revenue sharing. Given this, the expectation is that the 
type of government will moderate the relationship between government and other government 
institutions. 
5.5 Monitoring Strength (MON) 
Government has mandate to secure the public asset for maximizing the social welfare 
(Downs, 1957; Ostrom, Tiebout, & Warren, 1961). A problem that may deflect the mandate is 
corruption. While corruption involve the misuse of public asset for private welfare, the social 
welfare is distracted. As discussed in chapter 2 (See Section 2.3), the misuse of public asset 
both tangible and intangible can be prevented through a continuous monitoring and persistent 
inputs from stakeholders. Accepting information from many source through ICT, 
governments are willing to expand their effort to secure the public asset. This study selects the 
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government’s performance in doing analysis on any input from stakeholders as to represents 
the monitoring strength.  
5.6 Government Vulnerability (GVUL) 
Government is one of the three most vulnerable institutions to corruption. The other 
institutions are financial service and manufacturing (ACFE, 2014). Government has function 
to regulate, to allocate, and to serve (Downs, 1957; Ostrom et al., 1961). Government has the 
highest authority to regulate through a public policy. Government has the highest authority to 
allocate resources. And, government has obligation to serve the society through a public 
service delivery. These functions are delegated to public officers. Monitoring is a thing for 
narrowing the opportunity of corruption. The higher opportunity of corruption will lead to the 
more vulnerable a government from corruption. Considering the power owned by government, 
government tends to corrupt. In other word, government is severe vulnerable to corruption. 
Lord Acton’s maxim has long personified this notion in which he said “power tends to corrupt 
and absolute power corrupts absolutely”. 
In order to reduce the tendency to corrupt, government should increase transparency 
and accountability while reducing the monopoly practices and the discretion (Bertot et al., 
2010; Klitgaard, 1988; Park & Blenkinsopp, 2011). The presence of transparency stimulates 
the perceived of being tracked. In crime prevention, transparency is similar to the instrument 
of monitoring which is commonly a deployment of surveillance camera to monitoring some 
area in a region (Reynald 2009 in Elffers 2014). Since corruption is not a physical activity of 
crime, the surveillance camera is represented by monitoring channel between government and 
its stakeholders. The presence of monitoring scheme in government mitigates the risk of 
government’s vulnerability being breached. Hence, this study hypothesis that: 
Hypothesis 4:  The monitoring strenght influences negatively the government 
vulnerability. 
5.7 Conclusion 
This chapter has explained the research model and the research hypotheses that 
attempted to answer the research question. The research model comprises three independent 
variables, two dependent variables. It also includes four hypotheses relating to the 
relationships between these variables. The following figure displays the research model 
portraying the research variables and the hypothesized relationships between them. The 
following section discusses the research methodology used to examine the research model and 




Figure 5.3 Hypotheses Model56 
  
                                                 
56 By author 
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Chapter 6: Research Methodology 
 
6.1 Introduction 
While the previous chapter presented the research model and the research hypotheses 
comprises three independent variables and two dependent variables, this chapter and the next 
present the third phase of this study, i.e., survey study phase. The survey involved three 
activities: preparation, data collection, and data analysis. This chapter dealt with the 
preparation activities of the survey involving identification, development, validation, 
translation, and pilot testing of the measurement items. Chapter 7 will address data collection 
and analyses.  
6.2 Methodological Background 
To test the research model discussed in the previous chapter, this study employed a 
self-administered and non-experimental field survey. The purport of this survey is to gather 
data on government officers’ perceptions related to the research variables being investigated. 
The focus on subjective measures, like government officers’ perceptions, is appropriate given 
the neutral nature (i.e., neither socially desirable nor undesirable) of the main of interest, that 
is, the monitoring capacity of government. Ajzen (2005) argues that, in a survey of neutral 
behaviors, individuals’ responses faithfully represent their actual views (Ajzen, 2005). 
Furthermore, referring to the contextual theories of organizational creativity, Sharif (2005) 
argues that individuals’ perceptions of environmental events determine their behaviors (Sharif, 
2015). 
There are four reasons for using the survey as a method to collect the data. First of all, 
a survey offers the most economical cost among other methods of collecting the data for 
testing the hypotheses. Secondly, the research model has clearly identified variables both 
independent and dependent variables, including the expected relationships between them. 
Thirdly, the sample population of this study is relatively homogenous, i.e., only participants 
from the government institutions. In a homogenous population, the results obtained from a 
survey might not much differ from those obtained through other methods of inquiry such as 
interview and focus group discussion. Lastly, the use of survey is appropriate for a study on a 
certain state, i.e., government vulnerability (Sandelands & Buckner, 1989). 
6.3 Measurement Items Development 
Prior to conducting the survey, this study attempts to identify the measurement items 
as instruments of the research variables. The process involves reviewing literature for 
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identifying existing survey instruments that could be adopted or adapted to ensemble this 
study (MacKenzie et al., 2011). The items were evaluated and then selected on the basis of 
their appropriateness with the definition of the variables and their measurement properties 
using Cronbach’s alpha scores. The selected items were then validated by expert panel 
reviews. A matrix presenting the various relevant theoretical definitions along with the 
proposed survey instruments was developed for rating by a panel of experts. 
In order to make the best reliability of the measurement items by considering the 
constructs observed in this research, I adopted and adapted the survey instruments from 
existing literature. The survey instrument was primarily adapted from a variety of previously 
validated scales. The justification of using the items from existing literature is for improving 
the reliability of the results since those items were tested and validated during the previous 
study. Where necessary, terms were explicitly defined (e.g. transparency, accountability, 
governance) so that each respondent had a common understanding of each term. 
Pre-existing measurement items found during the extant review of literature were 
modified to suit the context of this study for the variables Government-to-Citizen (G2C), 
Government-to-Business (G2B), Government-to-Government (G2G), Monitoring Strength 
(MON), and Government Vulnerability (GVUL). The majority of the measurement items is 
explicitly defined as declarative sentences and is measured with Likert-type scales using 
seven-point anchors. Hair et al (2014) note that the use of seven-point Likert-type scales that 
have a neutral option (e.g., neither agree nor disagree), provides intermediate attributes that 
behave like interval-level measurements more suited to use in structural equation modeling 
(SEM)-based analyses such as PLS-SEM (Hair et al., 2014). 
The following sub-sections discuss the measurement items used to measure each 
research variable in the research model. 
6.3.1 Government-to-Citizen (G2C) 
This study defines Government-to-Citizen as the degree to which a citizen 
has freedom, independence and discretion in selecting the type of government 
information and public service, and in monitoring the process of completing the 
public service. Following Balkin (1999), there are two types of transparency, i.e., 
informational and participatory transparency. These two factors embodied 
accountability (Balkin, 1999). Informational transparency is the ability of 
government to provide the citizens with the information about government’s actors, 
government’s decision, and reasons for government actions. Participatory 
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transparency, on another hand, is the ability of government to accept the citizens’ 
participation in decision-making process. Based on these lines of argument, Rawlin 
(2008) developed the measurement items to measure organizational Government-to-
Citizen. The original measurement items and the adopted version are shown in the 
following Table. 
Measurement Items – Government-to-Citizen (G2C) 
Source: (Rawlins, 2008)  
Original Version Adapted Version 
Substantial Information:  
1. Provides information that is easy to 
understand. 
2. Provides information that is 
complete. 
3. Provides information in a timely 
fashion. 
Participation: 
1. Involves people like me to help 
identify the information I need. 
 
2. Asks the opinion of people like me 
before making decisions. 
3. Is prompt when responding to 
requests for information from 
people like me. 
Substantial Information:  
1. It provides information that is 
easy to understand 
2. It provides information that is 
complete. 
3. The information is relevant. 
 
Participation: 
1. Government involves citizens to 
help identify the information 
needed by government 
2. Government asks the opinion of 
citizens. 
3. Government notifies the citizens 
when accepting the information 
from citizens 
 
Table 6.1 Measurement Items - Government-to-Citizen (G2C) 
6.3.2 Government-to-Business (G2B) 
This study defines Government-to-Business as the degree to which a 
business enterprise could experience the fairness in doing business with the 
government, for example in the government procurement process. Based on 
Technology Acceptance Model and Principal-Agent Theory, Neupane et. al. (2012) 
developed measurement items to examine the anti-corruption capabilities of public 
e-procurement. From Neupane’s work, this study will adopt two measures, i.e., 
perceived usefulness and trust. Perceived usefulness represents the informational 
transparency proposed by Balkin (1999) in which the information provided by the 
government through e-procurement could give the benefit to business enterprises 
and ensure the fairness during the procurement process. Trust represents the degree 
to which a business enterprise perceives that the procurement process eliminated an 
unfair treatment to the bidders. The following table displays the original 
measurement items and the adopted version of them. 
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Measurement Items – Government-to-Business (G2B) 
Source: (Balkin, 1999; Neupane, Soar, & Vaidya, 2012) 
Original Version Adapted Version 
Perceived Usefulness:  
1. It provides the fair competition 
among bidders in public tendering. 
 
 
2. E-procurement technology would 
enable our department to 
accomplish our procurement task 
faster than a manual system 
3. It provides a user-friendly 
environment among bidders in 
public tendering process. 
 
Trust: 
1. E-proc technology contributes us 
to track and monitor the entire 
bidder’s information and document 
that can increase trust between 
bidders and government. 
departments. 
2. Increasing trust between 
government and bidders helps to 
reduce the chances of corruption in 
public procurement. 
3. It contributes us the security of 
transaction in government 
contracting process that can 
increase level of trust. 
Fairness (Balkin, 1999):  
1. E-Procurement provides the fair 
competition among bidders in 
public tendering process that all 
bidders can see the progress. 
2. E-Procurement technology would 
enable our department to 
accomplish the task without any 
intervention. 
3. E-Procurement provides an equal 
opportunity among bidders in 
public tendering process. 
 
Trust: 
1. E-Procurement preserves the 
records and information related 
to the procurement process, thus, 
any misconduct will be detected 
 
 
2. E-procurement helps to reduce 




3. E-Procurement offers a secure 
transaction to my office in 
contracting process, 
Table 6.2 Measurement Items - Government-to-Business (G2B) 
6.3.3 Government-to-Government (G2G) 
This study defines Government-to-Government as the degree to which a 
government institution, considering its core function, could access some part of 
information exclusively from other government institutions. The workflow on how 
the government uses such ability is similar to what auditors do when they receive an 
appropriate amount of data. Having access to other government institutions’ 
information system, a government institution would be able to perform analytical 
test more robust. Two factors contributed to its performance, i.e., Pattern 
Recognition and Hypotheses Generation (Bedard & Biggs, 1991). In addition to 
these two factors, Green and Trotman (2003) identified two other factors, i.e., 
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Information Seeking and Hypotheses Testing. Muliawan (2015) developed 
measurement items based on these works to measure the Quality of Analytical Test 
(Muliawan, 2015). This study adopts the measurement items from Muliawan’s 
(2015) work and replaces the auditors in Muliawan’s work with the non-auditor 
government officers as the respondents. 
 
Measurement Items – Government-to-Government (G2G) 
Source: (Muliawan, 2015)  
Performance of Analytical Test Adapted Version 
 
1. I am able to recognize more 
patterns/issues in the data I am 
analyzing 
2. I am able to generate more 
explanations about possible causes 
related to the patterns/issues I have 
identified 
3. I am able to search additional 
information relevant to the 
patterns/issues I am evaluating. 
 
 
4. I explore new Generalized Audit 
Software (GAS) features /functions 
5. I experiment new Generalized 
Audit Software (GAS) features 
/functions 
Pattern Identification: 
1. I am able to recognize more 
patterns/issues in the data I am 
analyzing 
2. I am able to generate more 
explanations about possible 
causes related to the 
patterns/issues I have identified 
3. I am able to search additional 
information relevant to the 
patterns/issues I am evaluating. 
 
Information Seeking: 
1. I explore new information 
gathered from other institutions 
2. I experiment new information 
gathered from other institutions. 
Table 6.3 Measurement Items - Government-to-Government (G2G) 
6.3.4 Government Monitoring Capacity (MON) 
This study defines Government Monitoring as the degree of government’s 
performance in doing analysis on any inputs from stakeholders. This argument will 
lead to a creation of a government officers’ perception of being watched. This 
definition encompasses two types of work related to the certainty of detection and 
peer behaviors (Herath & Rao, 2009). Herath (2009) developed measurement items 
for the certainty of detection and peer behaviors with acceptable properties as 
presented in Table 6.4. Herath’s (2009) measurement items have been used and 
validated in contexts such as Information Security and Compliance studies (e.g, 
Ifinedo 2012). Since the respondents for this construct are the government auditors 
in SAI Indonesia, the adapted version will use respondent’s experience of interacting 
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with e-Audit. The original measurement items and their corresponding adapted 
measurement items of work autonomy are presented in the following Table. 
Measurement Items – Monitoring Capacity (MON) 
Source: (Herath & Rao, 2009) 
Original Version Adapted Version 
1. Employee computer practices are 
properly monitored for policy 
violations. 
2. If I violate organization security, I 
would probably be caught. 
3. I believe other employees comply 
with the organization IS security 
policies. 
1. BPK monitors government’s 
transaction through e-Audit 
 
2. E-Audit can detect potential 
misconducts. 
3. E-Audit encourages government 
officers to comply with their 
institution’s policy. 
Table 6.4 Measurement Items - Monitoring Capacity (MON) 
6.3.5 Government Vulnerability (GVUL) 
Government Vulnerability is the degree to which corruption is most likely to 
occur. Authority to approve certain licenses, to use public assets, to allocate a 
national resource, and to regulate the policy are the power of government delegated 
to limited government officers. This authoritative power leads to a corrupt behavior 
of government officers. There are five forms of vulnerability breach, i.e., 
professional standards violation, transparency violation, unfairness practice, 
regulation violation, and procedural violation (Le, Shan, Chan, & Hu, 2014). This 
study will adopt the work of Le at. al. (2014) to develop measurement items for 
government vulnerability by categorizing them into three magnitudes of corruption, 
i.e., petty corruption, bureaucratic corruption, and grand corruption. The original 
version of measurement items and the adapted version of them are shown in the 
following Table. 
Measurement Items – Government Vulnerability 
Source: (Le et al., 2014) 
Original Version Adapted Version 
1. The work is not executed as per 
original design accorded 
 
 
2. Administrative approval and 
financial sanction not taken to 
execute the work 
3. The criteria for selection of 
contractor are restrictive and 
benefit only a few contractors 
1. I am able to skip specific 
procedures of delivering the 
service to citizens for my 
personal benefit. 
2. I am able to arrange the bid 
winner together with my 
colleagues for a collective 
benefit 
3. I am able to regulate the rule for 
other parties’ benefit. 
Table 6.5 Measurement Items - Government Vulnerability (GVUL) 
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6.4 Validation of the Measurement Items 
In order to fit the purpose of this study, the measurement items were adjusted to 
modify their original versions and, therefore, required validation (MacKenzie et al., 2011). 
The validation is performed for the measurement items that are adapted from other studies 
and those developed for this study, i.e., Government-to-Citizen, Government-to-Business, 
Government-to-Government, monitoring capacity, and government vulnerability. The 
validation process ensures that the measurement items used in this study reflect the research 
variables they are purported to measure. In addition, the validation process helps identify any 
ambiguity that may still exist in the measurement items. 
 
 
Table 6.6 List of Measurement Items57 
                                                 
57 By author 
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This study used the inter-rater method to validate the measurement items. This method 
involves selecting and inviting some individuals with appropriately skilled judges to match 
each measurement item to the research construct on the basis of their definitions. Therefore, 
this study purposefully sought diversity in this panel by inviting seven academics in ICT field. 
Each expert was provided with a set of documents consisting of a brief description of 
the study, instructions on how to complete the form, and the validation forms to complete. A 
screen shot of the form used in the inter-judge validation process is presented in Table 6.6. 
Responses from the rater were examined to find out their levels of agreement. Good 
agreement between the judges indicates that the measurement items satisfactorily reflect the 
variables they are supposed to measure. There are two methods of evaluating the level of 
inter-rater agreement, i.e., two rater agreement and n-rater agreement. To get the most 
satisfactorily result, this study used both methods. These methods are Cohen’s Kappa for two 
rater agreement and Fleiss’ Kappa for more than two raters (Fleiss, Levin, & Paik, 2013). 
This assessment of the inter-rater agreement using Cohen’s Kappa is presented in the 
following Table (see Table 6.7) and the result of inter-rater agreement using Fleiss’ Kappa is 
0.789. The level of agreement between moderate and very good with both Cohen’s and Fleiss’ 
Kappa is between 0.495 and 0.823 (Fleiss et al., 2013). The diversity of the raters may help 
explain some of the variability in the indicated levels of agreement between rater. 
 
Table 6.7 Inter-rater agreement using Cohen's Kappa58 
                                                 




1. What are the key factors of those components altogether for performing best in anti-corruption strategy? 
2. Does the government type (local and central) moderate the relationship between e-Government and Corruption? 
 
Constructs Research Hypotheses Source of Measurement 
Items 
Government-to-Citizen    
The degree to which a citizen has 
freedom, independence and discretion in 
selecting the type of government 
information and public service, and in 
monitoring the process of completing the 
public service 
H1 Government-to-Citizen influence positively the 
monitoring capacity of government 
(Rawlins, 2008) 
Government-to-Business    
The degree to which a business enterprise 
could experience the fairness in doing 
business with government 
H2 Government-to-Business influences positively the 
monitoring capacity of government 
(Balkin, 1999; Neupane, 
Soar, & Vaidya, 2012)  
Government-to-Government    
The degree to which a government 
institution, considering its core function, 
could access some part of information 
privately from other government 
institutions 
H3 Government-to-Government influences positively the 
monitoring capacity of government 
(Muliawan, 2015) 
Monitoring Capacity    
The degree to which government officers 
perceived a situation of being watched 
H4 Monitoring Capacity influences negatively the 
Government Vulnerability to Corruption 
(Herath & Rao, 2009) 
Government Vulnerability    
The degree to which corruption is most 
likely to occurred 
  (Le et al., 2014) 
Table 6.8 Summary of Research Model59 
                                                 




6.5 Analytical Method 
This study decides to use Structural Equation Modeling (SEM) approach for analyzing 
the quantitative data collected from the survey questionnaires. The reason for choosing SEM as 
the method for quantitative analysis is, firstly, SEM allows simultaneous estimation of multiple 
research variables, as this study has, by using multivariate statistical procedures (Maruyama & 
McGarvey, 1980). Compared to traditional regression analysis such as Multiple Regression 
Analysist, the result of SEM is more robust because SEM considers the random measurement 
errors that are inherent in a behavioral study. Moreover, SEM Analysist involves the fitting 
analysis of the research constructs and fitting analysis of the proposed model (Anderson & 
Gerbing, 1988). 
There are two approaches in doing SEM. The first approach is a Covariance Based SEM 
(CB-SEM). The aim of CB-SEM is to confirm the theories either a theory testing, theory 
confirmation, or comparison of alternative theories, by determining the good fit of a model in 
estimating a covariance matrix for the data. The second approach is a Variance Based SEM (VB-
SEM). The VB-SEM is appropriate for predicting the key constructs or identifying the key driver 
construct. In addition, VB-SEM also suitable for an exploratory research or research that is an 
extension of an existing structural theory (Hair et al., 2014). The common variant of VB-SEM is 
Partial Least Square SEM (PLS-SEM).  
PLS-SEM is an extended version of Ordinary Least Square (OLS) Regression technique 
that intends to maximize the explained variance of the dependent latent constructs when 
estimating the parameter of the hypothesized relationships between the constructs (Hair et al., 
2014). This study chooses a Partial Least Squares approach of SEM (PLS-SEM). PLS-SEM is 
appropriate for a study that proposes a model developed from existing theories and then collects 
data to test the model, as is the case in this study. This study considers PLS-SEM is more 
appropriate because it has higher levels of statistical power than CB-SEM for a complex model 
structure with a limited sample size (Hair et al., 2014). In the IS literature, PLS-SEM has been 
used since 1988 (i.e., Rivard and Huff 1988) and has subsequently been used by other scholars 
such as Grant and Higgins (1991) and Thompson, et.al. (1991). This study uses the semPLS 





This chapter presented the preparation phase of the survey study and the identification, 
development, and validation of its measurement items. This stage involved two procedures. The 
first is adapting from the relevant literature of the measurement items for Government-to-Citizen, 
Government-to-Business, Government-to-Government, monitoring capacity, and government 
vulnerability. All measurement items were validated to ensure that they satisfactorily reflected 
the variables they are supposed to measure. The following chapter explains the survey and 






Chapter 7: Research Analysis, Findings, and Discussion 
7.1 Introduction 
The previous chapter discussed the development of the survey instrument and 
questionnaire. This chapter discusses the data analysis by describing four main activities: the 
measurement model assessment, the research hypotheses test, moderating impact assessment, 
and post-hoc analysis. As mentioned in the previous chapter, the methodology of this study 
entailed the use of several libraries such as semPLS, plspm, and car in R Language environment.  
7.2 Survey Administration 
The survey targeted government officers from both central and local government with a 
specific requirement such as the working experience in the current office is 5 years or more and 
working in the unit of related to financial issues (record the financial transaction, payment 
function, or receiving function) and procurement (member of procurement unit or officers in 
asset management unit). They took part in the questions that related to the investigated 
independent variables, i.e., Government-to-Citizen, Government-to-Business, and Government-
to-Government. The part that related to the dependent variables, i.e., monitoring capacity and 
government vulnerability were delivered to auditors from Indonesian Supreme Audit Institutions.  
The survey was conducted through paper-based and internet-based approach. From 100 
paper-based survey distributed during the event of Asia-Africa Smart City Summit in Bandung 
from 22 April to 23 April 2015, only 27 questionnaires were filled appropriately. The rest of 341 
respondents were gathered through internet-based approach by sending the private survey link to 
the closed groups in a social network whose members are the user of Local Government 
Management Information System (SIMDA60) and the government procurement specialist. Also, 
the survey used the internet-based approach for collecting the responds from auditors in 
Indonesian Supreme Audit Institution. 412 auditors filled the questioners, however, for the 
                                                 
60 SIMDA is the application software developed by Development and Government Financial Supervisory Board 





purpose of this study, only 368 respondents were selected randomly. Finally, from targeting 
174061, only 368 surveys collected, thus, the response rate is 21.15%. 
 
Figure 7.1 Respondents mapping62 
Analysis of participants’ demographic information indicates that most of respondents are 
in the range of 5 to 10 years of working experience (74% and 69% of respondents from 
government officers and government auditors, respectively). The majority of the respondents 
from government officers have a bachelor degree education (59%) and from government auditors 
have a master degree education (72%). Table 7.1 on this page presents detailed demographics for 
the survey participants the descriptive statistics of the surveys is as follow. 




Working experiences: < 5 years 17% 4% 
 5 – 10  74% 69% 
 > 10 years 9% 27% 
    
Educational Background ~Diploma 7% 3% 
 Undergraduate 59% 25% 
 Graduate 34% 72% 
 Doctoral 0% 0% 
    
    
Table 7.1 Demographic Statistics 
                                                 
61 The survey targeted 3 personnel from each government office. There are 514 local government offices and 66 
central government offices. Therefore, the total is (514 * 3) + (66*3) = 1740. 




7.3 Analysis Procedures and Findings 
SEM-PLS model recognizes two models that the researcher should consider to validate 
both model. The first model in SEM-PLS analysis is Measurement Model. Measurement Model 
is the part of Structured Equation Model that establishes relationship between latent variable and 
its measurement items. Assessing the measurement model is the first step of in the main data 
analysis stage (Hair et al., 2014). The purpose of analyzing the measurement model is to find out 
their reliability for being processed further.  The procedures involved assessing the data 
distribution to identify particularly non-normal data and assessing the measurement items’ 
reliability and validity by calculating loading factors, average variance extracted (AVE), and 
internal consistency reliability (Cronbach’s alpha). The outcome of this process is the decision of 
either retaining or removing some measurement items in order to test the research hypotheses. 
Once the construct measures have been confirmed as reliable and valid, the next step is to assess 
the second model in SEM-PLS, i.e., structural model. Unlike the measurement model, structural 
model establishes relationships between latent variable and other latent variables. Assessing the 
structural model aims to examine the hypothesized relationships between the research variables. 
The analysis involves assessing in the model both for potential collinearity issues and the 
significance of hypothesized relationships. The outcome of this process is the validity of the 
research model including the rejecting or accepting the research hypotheses. 
The research procedure in this study follows Hair et al.’s (2014) procedure for assessing 
the measurement and structural model (Hair et al., 2014). After assessing both measurement and 
structural model, this study investigated the effect of having different government type, i.e., 
central and local government. The detailed procedures in assessing the model are presented, in 
turn, starting with the measurement model assessment. 
7.4 Measurement Model Assessment 
7.4.1 Examining the Non-Response Bias  
In a self-administered survey, there is a potential problem namely a non-
response bias. There is a possibility of responders to mark the answer differently from 
the potential answer of non-responders to the same survey question. This situation may 
prohibit an accurate description of the sample population (Wallace & Cooke, 1990). 




comparison between the first 10% responders or the early responders and the last 10% 
responders or the latest responders. 
This process used Independent Group T-Test to compare the first 36 
respondents, which was named the group 1, and the last 36 respondents, which was 
named the group 2. The result shows that all of the measurement items do not have a 
non-response bias problem. All measurement items have p-value > 0.05. Their t-value 
are in the range of lower bound value and upper bound value in a 95% of confidence 
interval as shown in Table 7.2. Although all measurement items are free from non-
response bias, whether they are retained or removed was to be determined based on the 
further process, i.e., skewness and kurtosis test, and the reliability and validity test. 





t-value p-value 95% Confidence 
Interval 
Lower Upper 
GC1 0.083333 -0.221249 0.825553 -0.834752 0.668085 
GC2 0.027778 0.065320 0.948107 -0.820523 0.876078 
GC3 0.416667 -0.937552 0.351700 -1.303042 0.469708 
GC4 0.500000 -1.065534 0.290330 -1.436042 0.436042 
GC5 0.194444 -0.419897 0.675847 -1.118022 0.729133 
GC6 0.166667 -0.421741 0.674522 -0.955011 0.621677 
GB1 0.277778 0.523281 0.602434 -0.780978 1.336534 
GB2 0.222222 0.400257 0.690187 -0.885101 1.329546 
GB3 0.055556 -0.104894 0.916760 -1.111883 1.000772 
GB4 0.277778 0.543928 0.588221 -0.740782 1.296337 
GB5 0.222222 0.417841 0.677365 -0.838812 1.283256 
GB6 0.416667 1.094736 0.277411 -0.342530 1.175863 
GG1 0.000000 0.000000 1.000000 -0.924546 0.924546 
GG2 0.194444 -0.403780 0.687610 -1.154952 0.766063 
GG3 0.166667 -0.365885 0.715561 -1.075263 0.741930 
GG4 0.138889 -0.302867 0.762913 -1.053922 0.776144 
GG5 0.194444 -0.479503 0.633117 -1.003609 0.614720 
MON1 0.111111 -0.364801 0.716362 -0.718597 0.496375 
MON2 0.166667 -0.430016 0.668541 -0.940049 0.606716 
MON3 0.083333 -0.227860 0.820430 -0.812949 0.646282 
V1 0.250000 -0.552270 0.582533 -1.152933 0.652933 
V2 0.138889 -0.303696 0.762260 -1.051002 0.773225 
V3 0.361111 0.914354 0.363707 -0.426728 1.148951 




7.4.2 Skewness and Kurtosis 
Skewness and kurtosis assessment of the measurement items exposed the 
probable presence of particularly non-normal data.  A skewness value that is out of the 
range of  +1 and -1 indicates a substantially skewed distribution, while a kurtosis value 
of less than -1 indicates a distribution that has insufficient variance (Hair et al., 2014). 
Results of skewness and kurtosis in this study indicate that the majority of the 
measurement items are within acceptable skewness and kurtosis score ranges, as shown 
in Table 7.3. There are some measurement items indicated the skewness issues, such as: 
V2 and V3. However, these items have indication only of skewness issues, not both 
skewness and kurtosis issues. Whether the items are retained or removed was still 
depended on the result of the rest procedure left, i.e., Reliability and Validity Test, and 
Discriminant Validity.  
Skewness and Kurtosis Analysis 
MV Names Skewness Kurtosis Desc. 
GC1 -0.774040201 2.906914479  
GC2 -0.51463569 2.427552174  
GC3 -0.318069879 2.390994583  
GC4 -0.511687558 2.077661324  
GC5 -0.58006815 2.361459258  
GC6 -0.346426159 2.155906214  
GB1 -0.445795372 1.775421935  
GB2 0.240747613 1.464064353  
GB3 -0.1993941 1.515540311  
GB4 -0.190380905 1.531254314  
GB5 -0.154548434 1.621492645  
GB6 -0.591251043 2.383426241  
GG1 -0.401876154 1.960564984  
GG2 -0.480920706 1.941353152  
GG3 -0.38544816 2.002226607  
GG4 -0.487200126 2.073884049  
GG5 -0.42497675 2.408561676  
MON1 -0.302292831 2.467181413  
MON2 -0.45222485 2.546911541  
MON3 -0.536260797 2.523650437  
V1 0.955331141 2.544666404  
V2 1.466256764 4.06087589  S 
V3 1.777752957 5.199589207  S 




7.4.3 Assessing the reliability and validity of measurement items 
There are three indicators to measure the reliability and validity of the 
measurement items, i.e., loading factors, Average Variance Extracted (AVE), and 
internal consistency reliability. Loading factor of each item represent the item’s 
reliability in which the high loading factors ( >0.7 ) confirm that a group of items that 
measure the same construct (LV) have much in common. Hair (2014) suggests that 
measurement items with loading factor between 0.4 and 0.7 are considerable to be 
retained if their removal results in a corresponding decrease in composite reliability. 
Furthermore, the loading factor less than 0.4 should be removed from the list of 
measurement items for measuring the construct. The next indicator is AVE. Applying 
AVE is substantial for examining the measurement items’ convergent validity. In 
semPLS, AVE is equivalent to the communality of the construct. An AVE value of 0.5 
or higher indicates that more than half of the variance of the measurement items is 
explained by the construct (Hair et al., 2014). As for the consistency reliability, there 
are different approach for measuring it. In semPLS library, the Dillon-Goldstein’s rho 
score indicates the consistency reliability while other SEM-PLS software use Cronbach 
Alpha to determine the consistency reliability (Monecke & Leisch, 2012).  
Results of the analyses indicate only one measurement item has loading factor 
below the threshold 0.4. The measurement item is GB6 (see Table 7.4). In addition, all 








Outer loading of Initial Measurement Items 
 G2B G2C G2G MON GVUL 
GB1 0.835553 0 0 0 0 
GB2 0.917805 0 0 0 0 
GB3 0.837684 0 0 0 0 
GB4 0.90323 0 0 0 0 
GB5 0.821631 0 0 0 0 
GB6 0.283305 0 0 0 0 
GC1 0 0.926776 0 0 0 
GC2 0 0.909223 0 0 0 
GC3 0 0.801363 0 0 0 
GC4 0 0.872045 0 0 0 
GC5 0 0.941614 0 0 0 
GC6 0 0.918083 0 0 0 
GG1 0 0 0.869093 0 0 
GG2 0 0 0.968027 0 0 
GG3 0 0 0.953788 0 0 
GG4 0 0 0.964236 0 0 
GG5 0 0 0.953372 0 0 
MON1 0 0 0 0.972756 0 
MON2 0 0 0 0.976909 0 
MON3 0 0 0 0.964442 0 
V1 0 0 0 0 0.934658 
V2 0 0 0 0 0.944688 
V3 0 0 0 0 0.922862 
Table 7.4 Outer loading of Initial Measurement Items 
 
AVE and Composite Reliability Score - Initial measurement items 
Constructs AVE Dillon Goldstein’s rho 
G2C 0.80 0.96 
G2B 0.64 0.91 
G2G 0.89 0.98 
MON 0.94 0.98 
GVUL 0.87 0.95 
Table 7.5 AVE and Composite Reliability Score 
Based on the assessment procedure of the measurement items’ response-bias, 
skewness and kurtosis, and also their reliability and validity, Table 7.6 lists the 




analysis. The main reason of removing the item is because of their unacceptable 
measurement properties, in this case, the low loading factor. The AVE and Cronbach’s 
alpha measures and the outer loadings for the retained measurement items are presented 
in Table 7.7 and Table 7.8, respectively. The results indicate that the majority of the 
measurement items have loading factors of greater than 0.7, and also have acceptable 
AVE and Dillon-Goldstein’s rho scores. Some items measuring the dimensions of 
government vulnerability, i.e., V2 and V3 indicate an issue on Kurtosis, they are 
exempted from removal because the deletion of these variable will decrease both the 
AVE and Dillon-Goldstein’s rho score. The removal of GB6 from the measurement 
items causes the increment on the AVE and Dillon-Goldstein’s rho shown in Table 7.5. 
 
Construct Items Description Reason 
Government-to-
Business (G2B) 
GB6 e-procurement helps to reduce the chances 
of corruption in public procurement 
Low Loading Factor 
Table 7.6 List of excluded measurement item 
 
AVE and Composite Reliability Score from usable measurement items 
Constructs AVE Dillon Goldstein’s rho 
G2C 0.80 0.96 
G2B 0.75 0.94 
G2G 0.89 0.98 
MON 0.94 0.98 
GVUL 0.87 0.95 
Table 7.7 AVE and Composite Reliability Score 
 
Outer loadings from Usable Measurement Items 
 G2B G2C G2G MON GVUL 
GB1 0.847602 0 0 0 0 
GB2 0.899522 0 0 0 0 
GB3 0.842762 0 0 0 0 
GB4 0.909186 0 0 0 0 
GB5 0.837038 0 0 0 0 
GC1 0 0.926778 0 0 0 
GC2 0 0.909223 0 0 0 
GC3 0 0.801361 0 0 0 
GC4 0 0.872045 0 0 0 




GC6 0 0.918082 0 0 0 
GG1 0 0 0.869092 0 0 
GG2 0 0 0.968027 0 0 
GG3 0 0 0.953788 0 0 
GG4 0 0 0.964236 0 0 
GG5 0 0 0.953372 0 0 
MON1 0 0 0 0.972702 0 
MON2 0 0 0 0.976939 0 
MON3 0 0 0 0.964464 0 
V1 0 0 0 0 0.934658 
V2 0 0 0 0 0.944688 
V3 0 0 0 0 0.922862 
Table 7.8 Outer loadings from usable measurement items 
7.4.4 Discriminant Validity 
Discriminant validity indicates the uniqueness of construct and reflects the 
phenomena that are not similar among constructs in the model. After examining and 
deciding the retained measurement items, the discriminant validity is the next indicators 
to confirm that the measurement items in a group are unrelated to other items in other 
groups. There are two frequently used factors for measuring the discriminant validity, 
namely, cross loading validity and Fornell-Larcker criterion (Hair et al., 2014). Cross 
loading validity is established when an item’s outer loading in the associated construct 
is greater than its outer loading in other constructs, as shown in Table 7.9. In Table 7.9, 
GB1, GB2, GB3, GB4, and GB5 have loading factor in G2B greater than their loading 
factor in either G2C, G2G, MON, or GVUL. This concluded that these five items share 
similarity only in G2B, not in other constructs, thus, valid. The similar way applied to 
other items. 
Cross Loading – Usable measurement items 
 G2B G2C G2G MON GVUL 
GB1 0.847602 0.538707 0.293058 0.641633 -0.591 
GB2 0.899522 0.412139 0.527112 0.695884 -0.58582 
GB3 0.842762 0.568857 0.536681 0.763265 -0.61345 
GB4 0.909186 0.481811 0.425733 0.716791 -0.59513 
GB5 0.837038 0.517716 0.278019 0.665275 -0.57382 
GC1 0.594337 0.926778 0.324741 0.740261 -0.72793 
GC2 0.548623 0.909223 0.350949 0.723845 -0.63724 
GC3 0.440578 0.801361 0.324609 0.613486 -0.59096 
GC4 0.415243 0.872045 0.204012 0.61426 -0.53607 
GC5 0.589732 0.941616 0.445211 0.781645 -0.71195 




GG1 0.389578 0.28406 0.869092 0.507163 -0.40622 
GG2 0.447985 0.358537 0.968027 0.575311 -0.35407 
GG3 0.449791 0.441116 0.953788 0.62298 -0.34217 
GG4 0.507822 0.441576 0.964236 0.674458 -0.39622 
GG5 0.461216 0.357396 0.953372 0.603161 -0.34306 
MON1 0.762719 0.753176 0.634114 0.972702 -0.729 
MON2 0.844117 0.786348 0.629702 0.976939 -0.7663 
MON3 0.7382 0.78371 0.592342 0.964464 -0.74148 
V1 -0.73779 -0.71957 -0.46093 -0.78649 0.934658 
V2 -0.57362 -0.64197 -0.27544 -0.66141 0.944688 
V3 -0.58539 -0.62669 -0.33747 -0.69155 0.922862 
Table 7.9 Cross loading factors using usable measurement items 
The second indicator of discriminant validity is the Fornell-Larcker criterion. 
Fornell-Larcker criterion compares the square root of the AVE scores with the latent 
variable correlations. This criterion requires the square root of AVE should be greater 
than its correlation with other latent variables (Hair et al., 2014). For example, the 
square root of G2C should be the highest among its correlation with G2B, G2G, MON, 
and GVUL. Therefore, this study needs to obtain the AVE score of Latent Variable 
(Table 7.5) and the Latent Variable Correlation Matrix. Since semPLS does not have a 
function to create Latent Variable Correlation Matrix, this study used another library 
namely plspm.  
Plspm function generated the latent variable scores and correlated these latent 
variables. The result is as follow. 
 G2C G2B G2G MON GVUL 
G2C 1     
G2B 0.581285 1    
G2G 0.404129 0.481396 1   
MON 0.797327 0.805827 0.637145 1  
GVUL -0.71263 -0.68289 -0.3894 -0.76785 1 
Table 7.10 Latent Variables Correlation Matrix 
Fornell-Larcker criterion required the replacement of all value of “1” with the 
square root of AVE Value from each Latent Variable (see table 7.11). As shown in 
Table 7.12, the result of Fornell-Larcker criterion shows that the square root of AVE 
value is greater than all correlation value in respective latent variable, thus, complying 





Constructs AVE Square root (AVE) 
G2C 0.80 0.8944 
G2B 0.75 0.8660 
G2G 0.89 0.9433 
MON 0.94 0.9695 
GVUL 0.87 0.9327 
Table 7.11 Square root of AVE 
 G2C G2B G2G MON GVUL 
G2C 0.8944     
G2B 0.5813 0.8660    
G2G 0.4041 0.4814 0.9433   
MON 0.7973 0.8058 0.6371 0.9695  
GVUL -0.7126 -0.6829 -0.3894 -0.7679 0.9327 
Table 7.12 Fornell-Larcker Criterion 
7.5 Structural Model Assessment 
The measurement model assessment concluded that, after removing one measurement 
item from the model, the construct measures were reliable and valid. Then, the next process is 
the structural model assessment. Evaluation of the structural model aims to assess the 
hypothesized relationships between the research variables. The procedure for evaluating the 
structural model in this study followed the steps suggested by Hair (2014). It comprises five 
steps including the examination of predictive capabilities and relationship between the constructs. 
The detailed procedures are presented in the next section, in turn, starting with assessing the 
collinearity issues. 
7.5.1 Assessing collinearity issues 
The first assessment in a structural model is the assessment on the potential 
collinearity issues in the model. It is important as its presence could affect the 
estimation of path coefficients. Hair et al. (2014) argue that the model contains 
collinearity issues if the variance inflation factors (VIF) score for the independent 
variables scores 5 or above. The result of collinearity assessment of the model in this 












Table 7.13 Variance Inflation Factors (VIF) 
7.5.2 Assessing the significance and relevance of the structural model relationships 
After confirming that there is no collinearity in the research model, the next 
process is to examine the significance and relevance of the structural relationship. 
Variables in SemPLS and PLSPM library deliver the relevance and the significance 
level of the structural relationship. The execution used the following parameters (Wong, 
2013):  
- Weighting scheme = centroid 
- Maximum iterations = 300 
- Bootstrap = TRUE 
Table 7.14 shows that all independent variables (G2C, G2B, and G2G) 
significantly affect the monitoring capacity (MON). The Government-to-Citizen (G2C) 
establishes the strongest impact on monitoring capacity (MON) with a path coefficient 
value of 0.4495 (99% confident level) followed by Government-to-Business (G2B) 
with a path coefficient value of 0.4234 (99% confident level), a slightly lower than the 
one of Government-to-Citizen (G2C). And, the Government-to-Government 
demonstrates the least impact, among the three targets of transparency, on monitoring 
with a path coefficient value of 0.2517 (99% confident level). Additionally, the 
monitoring capacity demonstrates a significant negative influence on government 
vulnerability with path coefficient value of - 0.7679 (99% confident level). In all, these 
three variables are significant for determining the monitoring capacity and the 
monitoring capacity is significant for reducing the government vulnerability. 
Path Coefficient 
 MON GVUL Std. 
Error 
t-value p-value sig 
G2C 0.4495  0.0245 18.3607 0.00000 *** 
G2B 0.4234  0.0256 16.5708 0.00000 *** 
G2G 0.2517  0.0227 11.0730 0.00000 *** 
MON  - 0.7679 0.0335 22.9305 0.00000 *** 
* significance at p =10%; ** significance at p =5%; *** significance at p =1% 




7.5.3 Assessing the level of coefficient of determination (R2) of the model 
Level of coefficient of determination (R2) in a model indicates the pervasiveness 
of one or two variables in explaining another variable (a dependent variable). The 
higher the value of R2 in a model, the lesser the unobserved variables influence the 
investigated dependent variable.  
The output from semPLS presented in Figure 7.2 reports that the R2 values for 
the monitoring capacity (MON) and the government vulnerability (GVUL) are 0.86 and 
0.59, respectively. The values indicate that Government-to-Citizen (G2C), 
Government-to-Business (G2B), and Government-to-Government (G2G) together 
explain 86% of variation in the monitoring capacity (MON). Only 14% unobserved 
variables could influence the monitoring capacity. Subsequently, monitoring capacity 
(MON) explains 59% variation in the government vulnerability. Variables other than 
monitoring capacity could explain 41% variation in the government vulnerability. In all, 
the G2C, G2B, and G2G altogether are substantial in explaining the monitoring 
capacity. Also, the monitoring capacity is substantial in explaining the government 
vulnerability (Wong, 2013). 
 
 
Figure 7.2 Level of Coefficient Determination (R2) 
7.5.4 Assessing the effect size of individual variables using f2 
While R2 indicates the accumulative coverage of independent variable in 
explaining an associated dependent variable, f2 indicates the individual effect of each 
variable in explaining a specific dependent variable. Since f2 designates the effect size 




one observed variable. Figure 7.3 shows the formula for calculating the f2. The criteria 
of f2 is that the f2 values of 0.02, 0.15, and 0.35 represents the small, medium, and large 
effects respectively (Cohen, 1988). 
 
Figure 7.3 Formula for f2 
In the above equation, R2included is R
2 with the presence of investigated variable 
and R2excluded is R
2 without the presence of investigated variable. The following table 
(Table 7.15) is the result of reperforming R2 assessment both with and without the 
presence of investigated variable. All f2 values indicates a significant effect in 
explaining the monitoring capacity (MON), according the aforementioned criteria. The 
f2 scores are also consistent with the path coefficient analysis in which the transparency 




2 Size Effect 
G2C 0.86 0.73 0.9286 Large 
G2B 0.86 0.75 0.7857 Large 
G2G 0.86 0.81 0.3571 Large 
Table 7.15 Assessing the f2 
  
7.5.5 Assessing the predictive relevance of the research model 
Predictive relevance of the model indicates the accuracy level of the model for 
predicting the level of measurement items in the reflective measurement models of 
independent variables. The Q2 and q2 denote the predictive relevance. The positive Q2 
values indicates the path’s model relevance for the particular construct (Hair et al., 
2014). The result shows that the Q2 values of the dependent variables in the model are 
0.81 and 0.50 for monitoring capacity (MON) and government vulnerability (GVUL) 
respectively. It demonstrates the predictive relevance of the research model proposed in 
this study. 
Constructs R2 Q2 
MON 0.86 0.81 
GVUL 0.59 0.50 




While Q2 indicates the accuracy of independent variable altogether in predicting 
an associated dependent variable, q2 indicates the individual effect of each variable in 
predicting a specific dependent variable. The formula for calculating the q2 is parallel 
with the formula for calculating f2, i.e., by calculating the change in Q2 with the 
presence and the absence of particular independent variable. The q2 is small, medium, 
and large when the its value is 0.02, 0.15, and 0.35 respectively. 
The result in Table 7.17 shows that G2C and G2B have the large effect in 
predicting the monitoring capacity. G2G has only the medium effect in predicting the 
monitoring capacity.  
 Q2included Q2excluded q2 Size Effect 
G2C 0.81 0.68 0.6842 Large 
G2B 0.81 0.71 0.5263 Large 
G2G 0.81 0.76 0.2631 Medium 
Table 7.17 Individual Predictive Relevance (q2) 
7.6 Assessing the effect of government type 
This study used plspm library for conducting a PLS-SEM-multigroup analysis. The 
purpose of a multigroup analysis is to assess the effects of different type of government, i.e., 
central government and local government on the relationship in the proposed research model. In 
this analysis, the data was split into two group based on the dichotomous variable that represent 
the type of government, in this case, GTYPE = 1 represents the central government, and GTYPE 
= 2 represents the local government. Since the PLS-SEM is a nonparametric in nature, this study 
adopts Henseler’s (2007) non-parametric approach (Henseler, 2007). 
The process of multigroup analysis used the following parameter: 
- Method: bootstrapping 
- Number of resampling = 5000 
The results of the assessments are presented in Table 7.18. It shows that central government, as 
compared to local government, as the government type significantly moderates the effect of 
Government-to-Citizen (G2C) on monitoring capacity (MON). Moreover, the type of 
government significantly moderates the effect of monitoring capacity (MON) on government 
vulnerability (GVUL).  Type of government, however, does not moderate the effect of 
Government-to-Business (G2B) on monitoring capacity (MON). The moderating effect of 
central versus local government for the effect of Government-to-Government (G2G) on 





 Central Local GTYPE t-value p-value Conf.level sig 
G2C->MON 0.3612 0.4733 0.1121 2.568 0.0032 99.680% *** 
G2B->MON 0.422 0.4196 0.0024 0.1901 0.4466 55.340%   
G2G->MON 0.3041 0.2424 0.0617 0.9903 0.1463 85.370%  . 
MON->GVUL -0.7075 -0.7876 0.08 1.6622 0.0529 94.710% ** 
Table 7.18 Multi Group Analysis - Government Type 
The following three figures portray the complete path diagram (Figure 7.5), central government 
(Figure 7.6), and local government (Figure 7.7). 
 

















7.7 Testing the hypotheses 
The prior procedures concluded that the research model is statistically reliable and valid. 
And, the research model inherits a predictive relevance in all observed variables. Moreover, the 
research model indicates a moderating role in the dichotomous variable. The next procedure to 
accomplish the objective of this part of study is to test the hypotheses. 
 This section discusses the testing results of each research hypothesis which, as noted in 
Chapter 6, consist of: 
H1. Government-to-Citizen influence positively the monitoring capacity of government 
H2. Government-to-Business influences positively the monitoring capacity of government 
H3. Government-to-Government influences positively the monitoring capacity of 
government 
H4. Monitoring Capacity influences negatively the Government Vulnerability to 
Corruption 
The moderating effect of central versus local government in government type was also 
assessed on H1, H2, H3, and H4. 
To find out whether all hypotheses were accepted or rejected, this section extracted some 
information such as path coefficient, t-value, R2, and p-value from previous section. The 
following table (Table 7.19) shows the extracted information. 
Testing the hypotheses 
 MON GVUL R2 t-value p-value sig 
G2C 0.4495   18.3607 0.00000 *** 
G2B 0.4234   16.5708 0.00000 *** 
G2G 0.2517   11.0730 0.00000 *** 
MON  - 0.7679 0.86 22.9305 0.00000 *** 
GVUL   0.59    
* significance at p =10%; ** significance at p =5%; *** significance at 
p =1% 
Table 7.19 Hypotheses Testing 
All independent variables (G2C, G2B, and G2G) have a positive path coefficient, which 
conclude a positive influence on the dependent variable (MON). The higher the level of either 
Government-to-Citizen (G2C), to business enterprises (G2B), or to other government institutions 




capacity (MON) has a negative path coefficient, which indicate a contradictive impact, whereby 
the higher the level of monitoring capacity (MON), the lower the government vulnerability 
(GVUL). In addition, the type of government, either central or local government, moderates the 
relationship between G2C and MON, and the relationship between MON and GVUL 
significantly. Table 7.20 shows the result of hypotheses testing and the Figure 7.8 shows the plot 
of proposed research model. 
Hypotheses Direction Findings 
H1. Government-to-Citizen influence positively the 
monitoring capacity of government 
+ Supported 
H2. Government-to-Business influences positively the 
monitoring capacity of government 
+ Supported 
H3. Government-to-Government influences positively 
the monitoring capacity of government 
+ Supported 
H4. Monitoring Capacity influences negatively the 
Government Vulnerability to Corruption 
- Supported 
Table 7.20 Result of Hypotheses Testing 
 




7.8 Discussions  
7.8.1 Effect of Government-to-Citizen on monitoring capacity 
Results of the analyses indicate that providing substantial government 
information and two-way interaction to the citizens in e-government lead to stronger 
monitoring capacity of government, which support H1. The analysis reports the 
estimated path coefficient of Government-to-Citizen and monitoring capacity of 
government as 0.4495. Further analysis of the strength of the effect of Government-to-
Citizen on monitoring capacity indicates a large effect with f2 score 0.9286 (Hair et al., 
2014). The effect of Government-to-Citizen is the highest among these three objects of 
transparency.  
Prior studies confirmed that e-government increases the transparency so that e-
government is one among the best tools for reducing corruption (Andersen, 2009; 
Bertot et al., 2010; Grönlund & Flygare, 2011; Shahkooh et al., 2008). However, this 
study highlighted the more specific transparency in e-government, the area that other 
studies have never investigated into. The argument in this study is that the transparency 
is not only about releasing the government information to the public but also about 
allowing the citizen to follow specific government process and enabling the citizen to 
submit information in the form of complaint, opinion, or question (Balkin, 1999; 
Rawlins, 2008). And, the citizens prefer participation transparency to substantial 
information in term of strengthening the monitoring capacity.  
There are six measurement items that represents the Government-to-Citizen. 
The first three items denote the substantial information and the other three items are for 
participatory transparency. Among the two groups of these measurement items, 
participatory transparency is more important that substantial information. Assuming all 
conditions are unchanged, ceteris paribus, the result of additional analysis shows that 
eliminating the last three measurement items of G2C (GC4, GC5, and GC5) decreases 
the coefficient of G2C to 0.42. This score is lower than eliminating the first three 
measurement items of G2C (GC1, GC2, GC3). Therefore, the result shows that the 







Additional analysis on G2C 
 Global Without GC1, GC2, 
GC3 
Without GC4, GC5, 
GC6 
 MON GVUL MON GVUL MON GVUL 
G2C 0.4495  0.4471  0.4205  
G2B 0.4234  0.4464  0.4235  
G2G 0.2517  0.2337  0.2775  
MON  - 0.7679  -0.7679  -0.7679 
Table 7.21 Additional Analysis on G2C 
Moreover, the type of government moderates the effect of Government-to-
Citizen on monitoring capacity. In local government, the effect of Government-to-
Citizen is 0.1121 higher than in central government (see Table 7.18). The result is very 
obvious since the local government has the more frequent interaction with the citizen 
than the central government has for certain citizenry services.  
7.8.2 Effect of Government-to-Business on monitoring capacity 
Results of the analyses indicate that fairness practices and trust in government 
interaction with business enterprises lead to stronger monitoring capacity of 
government, which support H2. The analysis reports the estimated path coefficient of 
Government-to-Business (G2B) and monitoring capacity of government as 0.4234. 
Further analysis on the strength of the effect of Government-to-Business on monitoring 
capacity indicates a large effect with f2 score 0.7857 (Hair et al., 2014). However, 
comparing to the effect of Government-to-Citizen, the effect of Government-to-
Business is lower than the effect of Government-to-Citizen.  
E-procurement is the most common e-government implementation that 
emphasizes the new way of interaction between government institution and business 
enterprises. In addition to e-procurement, e-tax and e-customs are also an e-government 
implementation that underlines the similar interaction as in e-procurement. However, e-
tax and e-customs are the e-government system that runs on top of certain central 
government’s purpose. In Indonesia, e-tax runs on the purpose of Directorate General 
of Taxation while e-customs runs on the purposes of Directorate General of Customs 





Previous studies concluded that e-Procurement is the tools for closing the 
opportunity of corruption in government procurement process. E-procurement offers a 
good practice of record management, thus, promoting a fair competition among bidders. 
E-Procurement is a tool for government to increase the business enterprises’ trust so 
that the business enterprises perceive an equal treatment in the procurement process 
(Ferreira et al., 2014; Marcela et al., 2014; Neupane, Soar, & Vaidya, 2012; Panda et al., 
2014). 
As for measuring the effect of Government-to-Business, the results of 
measurement model assessment suggested an exclusion of one measurement item, i.e., 
GB6, from the structural model. Therefore, the Government-to-Business comprises five 
measurement items. Among these five measurement items, the first three items reflect 
the fairness practices and the other items reflect the trust. Assuming all conditions are 
unchanged, ceteris paribus, the result of additional analysis shows that eliminating the 
first three measurement items of G2B (GB1, GB2, and GB3) decreases the coefficient 
of G2B to 0.3997. This score is lower than eliminating the last two measurement items 
of G2B (GB4 and GB5). Therefore, the result shows that the fairness practice is more 
important statistically than building trust in the government procurement. 
Additional analysis on G2B 
 Global Without GB1, GB2, 
GB3 
Without GB4, GB5 
 MON GVUL MON GVUL MON GVUL 
G2C 0.4495  0.4563  0.4629  
G2B 0.4234  0.3997  0.4140  
G2G 0.2517  0.2953  0.2326  
MON  - 0.7679  -0.7679  -0.7679 
Table 7.22 Additional Analysis on G2B 
As seen in Table 7.18, the type of government does not significantly moderate 
the effect of Government-to-Business on the monitoring capacity. The moderation 
effect of government type on Government-to-Business is statistically 0.0024. The result 
indicates that both central and local governments have an identical Government-to-




7.8.3 Effect of Government-to-Government on monitoring capacity 
Results of the analyses indicate that pattern recognizing and information 
seeking in government interaction with other government institutions lead to a stronger 
monitoring capacity of government, which support H2. The analysis reports the 
estimated path coefficient of Government-to-Government and monitoring capacity of 
government as 0.2517. Further analysis on the strength of the effect of Government-to-
Business on monitoring capacity indicates a limited effect with f2 score 0. 3571(Hair et 
al., 2014). However, comparing to the effect of other variables, the effect of 
Government-to-Government is the lowest among them. 
Compare to interactions of government with citizens and business enterprises, 
the interaction between a government institution and other government institutions 
through e-government is very limited in literature. Most of literature that discussed 
government-to-government in e-government umbrella mainly focused on the internal 
integration among units or among various information system in a single government 
institution, which is not the main topic in this study. There is a big gap in G2G practices 
between developed countries and developing countries. Estonia, Singapore, and Japan 
are some developed countries that have an inter-government connectivity and 
interoperability. Brazil, Indonesia, and China are some developing countries that 
attempt to inter-operate all government information system (Joia, 2004; Liu, 2011; 
Zulkarnain, 2015, 2016). 
Government-to-Government used five measurement items. These five items 
reflect two categories, i.e., Information Seeking (GG1, GG2, and GG3) and Hypotheses 
Generation (GG4 and GG5) (Bedard & Biggs, 1991; Green & Trotman, 2003; 
Muliawan, 2015). Assuming all conditions are unchanged, ceteris paribus, the result of 
additional analysis shows that eliminating the first three measurement items of G2G 
(GG1, GG2, and GG3) increases the coefficient of G2B to 0.2656. This score is higher 
than eliminating the last two measurement items of G2G (GG4 and GG5). Therefore, 
the result shows that the Pattern Identification is more important statistically than 






Additional analysis on G2G 
 Global Without GG1, GG2, 
GG3 
Without GG4, GG5 
 MON GVUL MON GVUL MON GVUL 
G2C 0.4495  0.4478  0.4540  
G2B 0.4234  0.4136  0.4367  
G2G 0.2517  0.2656  0.2304  
MON  - 0.7679  -0.7679  -0.7679 
Table 7.23 Additional Analysis on G2G 
As for Government-to-Government, the type of government slightly moderates 
the effect of Government-to-Government significantly on the monitoring capacity. The 
moderation effect of government type on Government-to-Government in central 
government is 0.0671 higher than in local government. The result indicates that G2G 
interaction is more prevalent in central government than in local government for 
strengthening the monitoring capacity. 
 
7.8.4 Effect of monitoring capacity on government vulnerability 
The final hypothesis tested is the monitoring capacity influences negatively the 
government vulnerability to corruption. The results of the analyses indicate that when 
stakeholders are empowered through transparency, government officers tend to avoid 
misconduct in their daily activities, thus, suppressing intention to commit a corruption. 
In other words, the monitoring capacity of government leads to mitigate the 
government vulnerability to corruption, which support H4. The analysis reports the 
estimated path coefficient of monitoring capacity and government vulnerability as -
0.7679. This result, in turn, supports the Raymond’s argument in Linus’s Law in which 
the more people can participate in giving attention to the source code of software; the 
bugs in the software will be shallower.  
The moderating effect of the type of government; central and local government 
on the relationship between monitoring capacity and government vulnerability is 
significant. The path coefficient of local government is -0.7876 and for central 
government is -0.7075. The analysis reports a confidence level of 94.710%. The 
difference in path coefficient indicates that local government has stronger monitoring 
capacity than the central government has. The effect, however, is substantially above a 




pattern differences between local and central government. Referring back to Table 2.1 
about forms of corruption, most of them are likely to occur in local government than in 
central government. However, there are some patterns of corruption that only occurred 
in central government, i.e., rent-seeking. In Indonesia case, corruptions in central 
government tend to involve high rank officers (echelon 1)63 in institution including the 
Ministers, State Officers, and politicians. The rent-seeking practice is difficult to 
uncover unless the inter-government collaboration exist. As estimated in the multi 
group analysis, G2G become more significant for strengthening the monitoring capacity 
in central government than in local government, as shown in Table 7.18. 
  
                                                 
63 Echelon 1 is the highest rank in government institution. The position is below the Minister. Position of 




7.9 A Case study on assessing the government vulnerability 
Hitherto, the result of quantitative data analysis shows that the interactions between 
government and its stakeholders reduce the government vulnerability to experiencing corruption 
through a monitoring capacity building. For extending the result of analysis to be more practical, 
this study attempts to propose a concept of measuring the capacity of e-government in a 
government institution for reducing government vulnerability to corruption. The objective is to 
understand the reliability of current e-government implementation in an institution for closing 
the likelihood of corruption in an institution. 
This study started the analysis from the identifying the items of government interactions; 
G2C, G2B, and G2G, then measuring their impact on monitoring capacity and on government 
vulnerability. This proposed concept works the other way around, in turn, started with the 
identification of vulnerability; vulnerable processes in government. Next step is identification of 
ICT-based institution interaction with stakeholders. The last step is to compare the level of 
vulnerability with the level of transparency control system. The process follows the risk 
management approach recommended by International Standard Organization (ISO) in its 
ISO:31000.    
For the sake of appropriate naming, the term transparency will replace the term 
interaction. Also, to be coexisting with the terminology Information System Control, this concept 
will use Transparency Control System in the whole process. The result of this process should 
indicate one of the following: 
- The e-government implementation exceeds the likelihood of corruption 
- The e-government implementation just meets the likelihood of corruption 
- The e-government implementation does not meet the likelihood of corruption 
  These attempts use two government institutions as a case study. These institutions are 





7.9.1 Ministry of Transportation of the Republic of Indonesia 
7.9.1.1 Introduction 
Ministry of Transportation of the Republic of Indonesia has been established 
since Indonesia’s Independence Day in 1945. According to Presidential 
Regulation No. 40/2015, Ministry of Transportation has the following functions: 
- Policy making in transportation services, safety, security, accessibility, 
connectivity, and increasing transportation infrastructure. 
- Executing the regulation in transportation services, safety, security, 
accessibility, connectivity, and increasing transportation infrastructure. 
- Providing technical assistance and supervision on the implementation of 
transportation services, safety, security, accessibility, connectivity, and 
increasing transportation infrastructure. 
- Implementing Research and Development in the field of Transportation 
- Implementing Human Resource Development in the field of Transportation 
- Implementing a substantial support across units in Ministry of Transportation 
- Providing administrative support and consultancy in the field of 
Transportation 
- Managing the government assets in Ministry of Transportation 
- Supervising the daily activities in Ministry of Transportation. 
To fulfil its functions, Ministry of Transportation consists of eight echelon 1 units 
as follow: 
- Secretariat General 
- Inspectorate General 
- Directorate General of Railway 
- Directorate General of Land Transportation 
- Directorate General of Marine Transportation 
- Directorate General of Civil Aviation 
- Research and Development Agency 
- Human Resource Development Agency 





o Expert Staff in Technology, Environment, and Energy 
o Expert Staff in Law and Bureaucratic Reform 
o Expert Staff in Logistic, Multi-mode, and Safety 
o Expert Staff in Regional Economic and Partnership 
In October 2016, there was a red-handed operation by Indonesian Police in 
Ministry of Transportation office, specifically in a Directorate of Marine 
Transportation. Six government officers, from clerical staffs to low rank officers, 
involved in illegal operation on delivering the public service related to the 
seafaring services such as Seafarer Identity Document, Seafarer Licenses, Sailing 
Registration, and Sailing Permission. 
The Indonesian Police has arranged the operation since August 2016 based on 
preliminary information from new Minister of Ministry of Transportation and the 
Inspector General. The types of corruption involved in this illegal operation are 
bribery, speed money, and gratification. Through this operation, Indonesian 
Police has secured big amount of money from several desks in Directorate of 
Sailing Registration, Evaluation, and Nationality.  
Arguably, the case in Ministry of Transportation is a good case study for 
implementing the government vulnerability measurement. It seems that this case 
has a lack of transparency, a condition that increases the possibility of corruption 
to occur. According to Inspector General, Ministry of Transportation has 
implemented a Fraud Control System. The system has successfully secured 
175.62 billion Rupiahs from extravagant procurements. The system undoubtedly 
prevents a procurement unit from executing an overvalued bidding, also, 
preventing the government procurement unit from taking the benefit of such 
bidding. However, the current case in Ministry of Transportation shows that the 
current Fraud Control System is not sufficient enough to alleviate corruption in 
public service delivery.   
7.9.1.2 Identifying the Vulnerabilities 
This study considers that the government vulnerability is the key entry for 
corruption. The more vulnerable the government, the wider the opportunity for 




for reducing government vulnerability of experiencing corruption is transparency. 
Therefore, a government institution should reduce its vulnerability. 
In the beginning, most civil servants never intend to commit corruption when they 
commenced their status as a government officer. After years in government 
services, some of them may have some experiences in conducting corruption. 
There are several factors within organization that encourage them to do some 
corruption acts. Frequent interactions with people who need a government service 
may influence those officers, especially when such interactions involve money. 
Some functions or processes in the public sector are more vulnerable to the 
experience of corruption than others. For instance, the function of procurement, 
registration, and granting of permission are more vulnerable to experience the 
corruption than teaching. 
In the Directorate of Sailing Registration, Evaluation, and Nationality of Ministry 
of Transportation, there are several services that require interaction between 
Ministry and society, i.e., citizen and corporation. The services include the 
procurement, registration of sailing, permission of sailing, and issuing the license 
for seafarer. Following this study, those services are vulnerable of experiencing 
corruption. 
These vulnerable processes are summarized in the following table. 
Dimension Vulnerable Function 




Peer (other government 
institutions) 
N/A 
Table 7.24 Vulnerable Processes in Ministry of Transportation 
In addition to the identification of vulnerable processes, certain conditions may 
transform these processes into a source of corruption. These factors can increase 
vulnerability because: 




- they increase the consequences (impact) of a corruption. 
Within the framework of this assessment, the factors of generating the source of 
corruption are divided in the following four clusters as a common point of 
reference, following the Seldadyo et. al’s work on four determinants of corruption. 
• Economic Determinants 
• Political Determinants 
• Bureaucratic and Regulatory Determinants 
• Demographic Determinants 
Per cluster examples of such circumstances/factors are identified as in the table 
below. 
1.  Economic Determinants 
Government Expenditure  
Government Revenue 
Government Transfer to lower level 










Number of Party 
Political Instability 
Central Planning 
3.  Bureaucratic and Regulatory Determinants 
Government Wage 
Quality of Bureaucracy 
Merit System 
Rule of Law 
4.  Demographic Determinants 
Colonial Past 
Distance to large exporter 
Legal Origin 
Natural Resource 





Most of the examples in the table are self-explanatory. They transform the 
government services into the source of corruption. They provide opportunity 
and/or motivation and/or rationalization for committing corruption. Once the 
process becomes the source of corruption, there will be certain types of corruption 
that may occur during the process. The types of corruption in this framework 
follow the UNDP’s work on defining the forms of corruption. The types of 





- Cronyism / Clientelism 
- Speed Money 
- Kickback 
- Peddling Influence 
- Nepotism 
- Patronage 
- Insider Trading 
- Money Laundering  
- Abuse of Public Property 










7.9.1.3 Transparency Control System 
The Institution’s Transparency Control System is described using an extensive set 
of transparency measures divided into three main groups (citizens, business 
enterprises, and peer – other government institutions) and six items.  
The clusters are shown in the model below. 
 
Figure 7.8 Transparency Control System 
The Transparency Control System comprises three clusters that resemble the 
stakeholders whom government always interacts to. Citizen cluster, as the term 
suggests, are concerned chiefly with interaction between government and its 
citizens. This includes the participatory and information transparency. Business 
Enterprises cluster are designed to promote fairness and trust in the transaction 
between government and private sector. Peer cluster represents the attributes of 
inter-governmental collaboration. It enables government to recognize some 
pattern from other government information system. Also, it enables one 
government to find about any relevant information from other government 
information system. 
The detailed description of all clusters is explained in the following section. 
i. Participatory Transparency 
Participatory transparency, on another hand, is the ability of government 




Key questions of this item are as follow. 
- Is there any channel for citizens to acquire information online 
regarding the progress of their requested service? 
- Is there any channel for citizens to submit or to report online regarding 
the government officer’s misconduct? 
ii. Information Transparency 
Informational transparency is the ability of government to provide the 
citizens with the information about government’s actors, government’s 
decision, and reasons for government actions. 
Key questions of this item are as follow. 
- Is there any information for citizens related to the government service, 
including the procedure and the amount of service fee? 
- Is there any information for citizens related to government activities; 
relevant government officer’s name, government budget, and 
government expenditure?  
iii. Trust 
Trust represents the degree to which a business enterprise perceives that 
the procurement process is secured so that the bidder may feel comfortable 
in doing business with government. 
Key questions of this item are as follow. 
- It improves our tendering process environment 
- E-Procurement technology would enable our department to 
accomplish the task faster than a manual system. 
- Overall, I find the e-procurement technology useful in my job 
- Is there any security measure so that the online procurement cannot be 
intruded? 
iv. Fairness 
Fairness represents the informational transparency proposed by Balkin 
(1999) in which the information provided by the government through e-
procurement could give the benefit to business enterprises and ensure the 




Key questions of this item are as follow. 
- Are the records and information related to the procurement process 
preserved?  
- Is there any procedure to detect misconducts in procurement process?  
- Can all bidder in a procurement process see the progress of the 
procurement process? 
v. Pattern generation 
Pattern generation is the degree of how a government institution can 
compare and validate the information from two or more government 
institutions. 
Key questions of this item are: 
- Is there any procedure to collect information from other government 
institutions? 
- Is there any systems that enable an employee to simulate some part of 
other government institution’s process?  
vi. Information Seeking 
Information seeking is the degree to what extent a government institution 
can obtain information from other institution remotely. 
Key questions of this item are as follow. 
- Is there any system that connects to other government institution’s 
information system? 
- Are the employees able to search information from other government 
institution remotely? 
The assessment of the transparency control system provides an insight into the 
resilience the organization has already built up to increase monitoring capacity of 
government for preventing corruption.  
In an ideal situation, the maturity level is based on: 
• the presence of measures;  
• the quality and suitability of the measures and their design; 
• communication of the measures and the staff’s awareness of them; 




• the supply of information from stakeholders for the implementation and effect 
of the measures; 
• the evaluation and, where necessary, revision of the measures. 
It would be too complex to include all these elements separately in the assessment 
method. Therefore, a relatively simple method has been designed for scoring the 
maturity level. 
Level  Criteria  
0 - The measure does not exist 
1 - The measure exists 
- The measure is not implemented / not observed 
2 - The measure exists 
- The measure is implemented / observed 
- The measure is not effective 
3 - The measure exists 
- The measure is implemented / observed 
- The measure is effective 
 
The score indicates the maturity level already achieved. In principle, the required 
maturity level is the highest level. In certain institutions, however, some measures 
will be less relevant or not applicable. This will become clear when the maturity 
level is scored and discussed by the participants. 
The assessment of the maturity level considers all the relevant measures and their 
effect. If the assessment method is applied to a department of a larger institution, 
the measures applicable to the organization as a whole are also considered as well 
as those in place specifically for the department. 
To score the maturity level of the transparency control system will be easier to 
have group members outline their scores individually or in small groups. If 
necessary, individual scores can be discussed and eventually be adjusted. 














7.9.1.4 Gap Analysis 
The next step after completing the assessment of vulnerabilities and the maturity 
level of the transparency control system is gap analysis. The purpose of gap 
analysis is to analyze whether the existing transparency control system can cover 
the level of vulnerability either fully or partial. If the level of transparency control 
and vulnerability level are not in balance, there is a gap, usually indicating that 
either the transparency control system needs some improvement or the 
transparency control is sufficient enough to reduce the whole vulnerability in the 
government process. 
The following table shows the result of Gap Analysis. 
 
Table 7.28 Gap Analysis Result of Ministry of Transportation 
 
7.9.1.5 Conclusions and Recommendation  
An in-depth gap analysis established firm recommendations on how to reduce the 
general vulnerability level by setting priorities and implementing new measures or 
improving existing measures. The result of assessment shows the level of the 
remaining vulnerability of the organization and should be the basis for the 
recommendations. 
The result of gap analysis shows that there are remaining vulnerabilities in which 
the transparency control cannot cover them entirely. In Directorate of Marine 
Transportation of Ministry of Transportation, the services to citizens have the 




conclusion that the corruption is likely to occur during the process of delivering 
the service to corporation rather than in delivering the service to citizen. 
After completing the gap analysis, there are two types of possible 
recommendations, based on the assessment: 
• recommendations aiming at reducing the vulnerabilities 
• recommendations aiming at improving the transparency controls.    
The report, including the recommendations, should be presented to management, 
since management is primarily responsible for the adequacy of the integrity 
control system. To stimulate awareness and support for the integrity approach in 
general and for specific measures, it is recommendable to communicate the results 
of the workshop extensively across the organization. 
In case of Directorate of Marine Transportation, the possible recommendation is 
to improve the transparency control in delivering the services to corporation. 
Reducing the vulnerability is not a proper action since these vulnerable functions 
are the main tasks of this unit. 
There are two actions that should be implemented. First, it is important to provide 
the citizens and corporations with a feature of monitoring the progress of 
requested services. Directorate of Marine Transportation has a portal for both 
citizens and corporations to arrange a transaction regarding the sailing 
requirements. However, the portal is mainly operated for applying the service. It 
is the only one-way interaction from customer to the service owner. The second, 
in regard the e- procurement system, Directorate of Marine Transportation and 
also other units in Ministry of Transportation should have a vendor record and 
management system. This system should provide a notification regarding the net 
capacity of the vendor when applying for project bidding. Net capacity is the 
capacity of one vendor to work full time on certain projects. Without this system, 
there is an open opportunity for bid rigging and sub-contract practices in which 
the bid winner, in fact, does not have sufficient capacity, thus, transferring the 





7.9.2 Assessing the City of Depok 
7.9.2.1 Introduction 
Depok was previously a district in Parung Regency, a part of Bogor Residency. 
Due to the rapid regional development in Depok, Depok has become a city in 
West Java Province since 1999 by the Act No. 15/1999. By that Act, central 
government delegates certain authority to Depok City following the principles of 
local government autonomy. Except the matters of religion, military, police, fiscal 
and monetary, judicial, and foreign affairs, the local government has full authority 
to arrange and organize local government affairs. Also, it has right to maximize 
and to exploit its resources for increasing the quality of life in the region. 
To run local government effectively, Depok City is supported by five organization 
groups and 27 organization units. They are as follow. 
- Service Group 
i. Educational Service Unit 
ii. Health Service Unit 
iii. Water Resource and Highway Service Unit 
iv. City Planning Unit 
v. Cleaning and Park Service Unit 
vi. Fire Fighter Unit 
vii. Local Transportation Service Unit 
viii. Civil Registration Unit 
ix. SME Service Unit 
x. Asset and Revenue Management Unit 
xi. Trade and Industrial Service Unit 
xii. Agriculture and Fishery Service Unit 
xiii. Youth, Sport, Tourism, and Culture Service Unit 
xiv. ICT Unit 
- Technical Group 
i. Local Development Planning Agency 
ii. Inspectorate 
iii. Citizen Empowerment Agency 




v. Local Employee Management Agency 
vi. Library and Archive 
vii. National Unity and Politic Agency 
viii. Hospital “C” Class 
- Auxiliary Group 
i. Local Investment and One Stop Service Office 
ii. Secretariat of Civil Service Council 
- Local Security Group 
i. Law Enforcement Section 
ii. Local Community Protection Section 
iii. Security and Order Section 
- Local Government Secretariat 
In addition to those organization units, Depok City comprises 11 Residencies 
(Kecamatan). In those 11 residencies, there are 63 villages (kelurahan). Among 
those organization units, there are five units that are responsible for issuing 
license, permission, and identity document. These organizations are: 
▪  Local Investment and One Stop Service Office 
▪ City Planning and Settling Service Unit 
▪ Youth, Sport, Tourism, and Cultural Service Unit 
▪ Water Resource and Highway Service Unit 
▪ Trade and Industrial Service Unit 
7.9.2.2 Identifying the Vulnerabilities 
For the purpose of this study, the Local Investment and One Stop Service 
(BPMP2T) will be used as the case study. BPMP2T has mandate to coordinate 
with other unit in regard of public service delivery. There are three divisions in 
BPMP2T that are responsible for delivering the public service. They are License 
Service Division I, License Service Division II, and Investment Division. 
Division I has authority to issue permit notes related to space utilization including 
real estate development permit. Division II has authority to issue permit notes 




Among so many services, the most vulnerable services are summarized in the 
following table. 
Dimension Vulnerable Function 
Citizens Building Permit Note 
 Business License 
Corporation Procurement 
Building Permit Note 
Business License 
Peer (other government 
institutions) 
Data confirmation 
Table 7.29 Vulnerable Functions in BPMP2T, Depok City 
In addition to the identification of vulnerable processes, certain conditions may 
transform these processes into a source of corruption. These factors can increase 
vulnerability because: 
- they increase the probability of a corruption occurring; 
- they increase the consequences (impact) of a corruption. 
Within the framework of this assessment, the factors of generating the source of 
corruption are divided in the following four clusters as a common point of 
reference, following the Seldadyo et. al’s work on four determinants of corruption. 
• Economic Determinants 
• Political Determinants 
• Bureaucratic and Regulatory Determinants 
• Demographic Determinants 
Per cluster examples of such circumstances/factors are identified as in the table 
7.25 in the previous section of this case study. 
Most of the examples in the table are self-explanatory. They transform the 
government services into the source of corruption. They provide opportunity 
and/or motivation and/or rationalization for committing corruption. Once the 
process becomes the source of corruption, there will be certain types of corruption 




follow the UNDP’s work on defining the forms of corruption. The types of 





- Cronyism / Clientelism 
- Speed Money 
- Kickback 
- Peddling Influence 
- Nepotism 
- Patronage 
- Insider Trading 
- Money Laundering  
- Abuse of Public Property 
During the exploration and site visit to BPMP2T Office, there are some 
circumstances that indicate the high vulnerability of the selected services. First of 
all, BPMP2T requires recommendation from technical units. For example, to 
issue the building permit note, BPMP2T needs a recommendation from Space 
Management and Settling Service Unit. However, that service unit does not have 
a standard operation procedure for processing the permit note. As a consequence, 
process in Space Management and Settling Service Unit is not predictable and 
contribute to the vulnerability of BPMP2T unit. Secondly, BPMP2T has 
established a texting service for citizens to inquiry the progress of their requested 
service. However, most of the inquiries did not get any respond from BPMP2T. 
Consequently, many people said that they still have to visit the office to find out 
the progress of their requested service.  









7.9.2.3 Transparency Control System 
The Institution’s Transparency Control System is described using an extensive set 
of transparency measures divided into three main groups (citizens, business 
enterprises, and peer – other government institutions) and six items.  
The clusters are shown in the model below. 
 
Transparency Control System (ibid. Figure 7.9) 
The Transparency Control System comprises three clusters that resemble the 
stakeholders whom government always interacts to. Citizen cluster, as the term 
suggests, are concerned chiefly with interaction between government and its 
citizens. This includes the participatory and information transparency. Business 
Enterprises cluster are designed to promote fairness and trust in the transaction 
between government and private sector. Peer cluster represents the attributes of 
inter-governmental collaboration. It enables government to recognize some 
pattern from other government information system. Also, it enables one 
government to find about any relevant information from other government 
information system. 
The detailed description of all clusters is explained in the following section. 
i. Participatory Transparency 
Participatory transparency, on another hand, is the ability of government 




Key questions of this item are as follow. 
- Is there any channel for citizens to acquire information online 
regarding the progress of their requested service? 
- Is there any channel for citizens to submit or to report online regarding 
the government officer’s misconduct? 
ii. Information Transparency 
Informational transparency is the ability of government to provide the 
citizens with the information about government’s actors, government’s 
decision, and reasons for government actions. 
Key questions of this item are as follow. 
- Is there any information for citizens related to the government service, 
including the procedure and the amount of service fee? 
- Is there any information for citizens related to government activities; 
relevant government officer’s name, government budget, and 
government expenditure?  
iii. Trust 
Trust represents the degree to which a business enterprise perceives that 
the procurement process is secured so that the bidder may feel comfortable 
in doing business with government. 
Key questions of this item are as follow. 
- It improves our tendering process environment 
- E-Procurement technology would enable our department to 
accomplish the task faster than a manual system. 
- Overall, I find the e-procurement technology useful in my job 
- Is there any security measure so that the online procurement cannot be 
intruded? 
iv. Fairness 
Fairness represents the informational transparency proposed by Balkin 
(1999) in which the information provided by the government through e-
procurement could give the benefit to business enterprises and ensure the 




Key questions of this item are as follow. 
- Are the records and information related to the procurement process 
preserved?  
- Is there any procedure to detect misconducts in procurement process?  
- Can all bidders in a procurement process see the progress of the 
procurement process? 
v. Pattern generation 
Pattern generation is the degree of how a government institution can 
compare and validate the information from two or more government 
institutions. 
Key questions of this item are: 
- Is there any procedure to collect information from other government 
institutions? 
- Is there any system that enables an employee to simulate some part of 
other government institution’s process?  
vi. Information Seeking 
Information seeking is the degree to what extent a government institution 
can obtain information from other institution remotely. 
Key questions of this item are as follow. 
- Is there any system that connects to other government institution’s 
information system? 
- Are the employees able to search information from other government 
institution remotely? 
The assessment of the transparency control system provides an insight into the 
resilience the organization has already built up to increase monitoring capacity of 
government for preventing corruption.  
In an ideal situation, the maturity level is based on: 
• the presence of measures;  
• the quality and suitability of the measures and their design; 
• communication of the measures and the staff’s awareness of them; 




• the supply of information from stakeholders for the implementation and effect 
of the measures; 
• the evaluation and, where necessary, revision of the measures. 
It would be too complex to include all these elements separately in the assessment 
method. Therefore, a relatively simple method has been designed for scoring the 
maturity level. 
Level  Criteria  
0 - The measure does not exist 
1 - The measure exists 
- The measure is not implemented / not observed 
2 - The measure exists 
- The measure is implemented / observed 
- The measure is not effective 
3 - The measure exists 
- The measure is implemented / observed 
- The measure is effective 
 
The score indicates the maturity level already achieved. In principle, the required 
maturity level is the highest level. In certain institutions, however, some measures 
will be less relevant or not applicable. This will become clear when the maturity 
level is scored and discussed by the participants. 
The assessment of the maturity level considers all the relevant measures and their 
effect. If the assessment method is applied to a department of a larger institution, 
the measures applicable to the organization as a whole are also considered as well 
as those in place specifically for the department. 
To score the maturity level of the transparency control system will be easier to 
have group members outline their scores individually or in small groups. If 
necessary, individual scores can be discussed and eventually be adjusted. 











7.9.2.4 Gap Analysis 
The next step after completing the assessment of vulnerabilities and the maturity 
level of the transparency control system is gap analysis. The purpose of gap 
analysis is to analyze whether the existing transparency control system can cover 
the level of vulnerability either fully or partial. If the level of transparency control 
and vulnerability level are not in balance, there is a gap, usually indicating that 
either the transparency control system needs some improvement or the 
transparency control is sufficient enough to reduce the whole vulnerability in the 
government process. 
The following table shows the result of Gap Analysis at BPMP2T in Depok City. 
 
Table 7.32 Gap Analysis Result at BPMP2T Depok City 
7.9.2.5 Conclusions and Recommendation  
An in-depth gap analysis established firm recommendations on how to reduce the 
general vulnerability level by setting priorities and implementing new measures or 
improving existing measures. The result of assessment shows the level of the 
remaining vulnerability of the organization and should be the basis for the 
recommendations. 
The result of gap analysis shows that there are remaining vulnerabilities in which 
the transparency control cannot cover them entirely. In BPMP2T, the services to 
citizens have the similar remaining vulnerability with the service to corporation. 
This leads to a conclusion that the corruption is likely to occur during the process 
of delivering the service to both corporation and citizen at the same possibility. 
After completing the gap analysis, there are two types of possible 




• recommendations aiming at reducing the vulnerabilities 
• recommendations aiming at improving the transparency controls.    
The report, including the recommendations, should be presented to management, 
since management is primarily responsible for the adequacy of the integrity 
control system. To stimulate awareness and support for the integrity approach in 
general and for specific measures, it is recommendable to communicate the results 
of the workshop extensively across the organization. 
In case of BPMP2T, the possible recommendation is to improve the transparency 
control in delivering the services to corporation. Reducing the vulnerability is not 
a proper action since these vulnerable functions are the inherent vulnerability in 
the services. 
There are recommendations for BPMP2T to be less vulnerable of experiencing 
corruption.  
- Technical units should define the Standard Operating Procedure (SOP) related 
to the service handled by BPMP2T. Without the SOP, BPMP2T does not have 
sufficient information for responding people’s question regarding the progress 
of the requested service. 
- Once the SOP was established, it should be disseminated to the employee in 
the relevant unit. 
- Improving the services that involves business enterprises since it has the 
highest Net Vulnerability Score. 
7.9.3 Result from the case study 
Two case studies in this research were aimed to illustrate how the government 
can take the benefit of this research by creating an assessment model for measuring to 
what extent the e-government system could reduce government vulnerability, thus, 
mitigating the risk of corruption. There are two groups of action that may reduce the 
vulnerability, i.e., eliminating the vulnerable process or increasing the transparency in 
processing the services. Eliminating the vulnerable process may require the 
reengineering of institutional process since it will either delete the process or merge the 
process into an existing process. Increasing the transparency, on another action, may 




enterprises, or to other government institutions. The result of this method will help 
government institution to decide the priority of improvement by the final score of Net 
Vulnerable Score64. The higher the score, the more important it is to be addressed for 
curbing corruption. 
This study case shows that there are a lot of rooms for improvement in the 
assessment methodology, especially when dealing with big institutions that have 
hundreds of services and a wide span of control.  
                                                 




Chapter 8: Conclusions 
8.1 Introduction 
Chapter 7 has covered the analysis of the survey questionnaire feedback and the results of 
the additional post hoc tests. This chapter concludes this dissertation by summarizing the 
research findings, exposing the answer of research questions, presenting its limitations, 
summarizing the contribution of this study to theory and practice, and offering recommendations 
for future development. 
8.2 Summary of Research Findings 
There are three research activities in these whole studies. The first is a quantitative 
research. This first research activity used secondary data from World Economic Forum, World 
Bank, and Transparency International. The expectation of this first phase is to answer the first 
research question as follow. 
RQ1. Among three improved interactions offered by e-government, which one is the least 
significant in curbing corruption? 
Deploying the Multiple Regression Analysis and Grouping Analysis, this study 
concluded that the least significant interaction in e-government for combating corruption is the 
interaction between government to other government agencies. Based on this result, 
collaborative work among government agencies is not as significant as the other two interactions, 
i.e., government-to-citizens and government-to-business-enterprises. Most literature on e-
government was mainly about the successful of government-to-citizen in combating corruption 
and government-to-business-enterprise in preventing corruption in a government institution. The 
literature on e-government that discussed government to government communication is mainly 
related to the effort of integrating intra-government information system instead of collaborating 
with other government information system.  
However, by conducting a group analysis, this research found that there is a significant 
impact from the presence of e-participation on the relationship between three interactions with 
corruption. Using the variables that explain the level of e-participation, the government to 
government interaction in countries with high e-participation level remains not significant while 
in countries with low e-participation level become significant. 
Secondly, having the result of prior stage, the second phase of this study attempted to 




government institution. The second phase of this research is an exploratory research on the use of 
ICT in Japan and Indonesia Supreme Audit Institution. The reason for taking those institutions as 
the context case was due to the similarity of both ICT model in term of connecting and 
transmitting financial data between two different government institutions, i.e., between Supreme 
Audit Institution and other government institutions. Both SAIs have a system that accepts 
financial transaction electronic records from other government institution. Japan SAI named the 
system CEFIAN and Indonesian SAI has e-Audit. Therefore, this qualitative research used a case 
study in SAI Japan and Indonesia to find the answer of the following question.  
RQ2. How does the interaction (the answer of RQ1) reduce the corruption? 
The first phase of this study concluded that G2G is the least significant in combating 
corruption. As a consequence, the second phase of this study investigates how the G2G could 
reduce corruption. Through a Focus Group Discussion (FGD) and interview with auditors from 
both institutions, this study has found that the use of ICT in both institutions differs in term of 
combating corruption. Japan with its good reputation as a country with less corruption does not 
use ICT for detecting transaction irregularities. Japan SAI rarely find corruption cases during 
audit assignments. Even though the Japanese auditors used CEFIAN for detecting irregularities 
by cross-checking the data between three main entities, i.e., Central Bank of Japan, Ministry of 
Finance, and a Ministerial Office, the Japanese government auditors never found a significant 
irregularity in financial transactions. Corruption cases, if occurred, are the responsible of 
respective institution and followed up by the respective institution with law enforcement agency. 
The result was different for Indonesian case. As a country with a severe perception of 
corruption, the use of ICT for combating corruption is promising. Since 2009, Indonesian SAI 
has introduced e-Audit as a tool to strengthen SAI’s authority for accessing data from other 
government agencies both local and central government. In common, e-Audit in Indonesian SAI 
is similar to CEFIAN in Japan SAI. However, how government auditors perceive the benefit of 
such system is different. Unlike auditors in Japan SAI, auditors in Indonesian SAI perceived a 
substantial benefit from the implementation of e-Audit. First of all, e-Audit helped them to detect 
irregularities faster than without e-Audit. E-Audit simplifies the third-party confirmation in 
which such confirmation will be conducted partially only on the data that needs further 
confirmation. Next, unlike CEFIAN, which was used by Japan SAI auditors during the desk 




planning, executing both desk and field audit, and reporting. The data collected through 2011 – 
2014 has shown the significant increment in audit findings related to travel expenses in 
comparison to the audit findings from the period before 2011. In all, Indonesian SAI has shown 
that the collaborative work among government agencies could strengthen the mutual control 
system among them, thus, increasing the cost of corruption in which one fraud in a transaction 
would be validated by other party’s information system as long as it is connected. 
Moreover, the result of this case study embodied the result of the first phase research in 
which the country with high e-participation adoption has a not-significant impact of government 
to government interaction. According to United Nations report, Japan is a country with high e-
participation adoption. The case study in Japan SAI has shown that the auditors of Japan SAI 
perceived the use of CEFIAN in Japan SAI, which represents the government to government 
interaction, to be not significant for combating corruption. In contrary, auditors of Indonesia SAI, 
perceived the use of e-Audit, which represents the government-to-government interaction, to be 
useful for combating corruption, especially in detecting fraud in other government institutions. 
All in all, through the exploratory studies, government to government interaction can take 
a role in combating corruption through the transparency, the creation of mutual control system, 
and the creation of a traceable financial transaction. These three aspects of inter-government 
collaboration increase the cost of corruption in which perpetrators would feel difficult to falsify 
government transaction since they should modify such information that reside in other 
institutions. CEFIAN in SAI Japan has shifting from a fraud detection tool to a fraud prevention 
tool. E-Audit in SAI Indonesia are still a fraud detection tool. Lesson learnt from SAI Japan is 
that the process of shifting the CEFIAN from a fraud detection tool to the fraud prevention tool 
needs some years. Operationalization of CEFIAN, in substance, was supported and mandated by 
Board of Audit Act on Article 24. E-Audit, on another side, is not equipped with strong 
regulation that binds the entities to submit the financial data electronically. Therefore, to 
maintain its continuity, amending the State Financial Audit and Management Act is essential. 
Finally, the amalgamation of the result from the two previous phases and a literature 
review delivered a foundation to the third phase of this study altogether. Literature in corruption 
has characterized corruption as the result of both personal problem and organizational problem. 
Cressey (1973) posits that the personal problem is a pressure and organizational problem is the 




very time-consuming. Moreover, following the Principle-Agent Theory, organizational problems 
that may lead to a corrupt behavior was explained using four variables, i.e., massive monopoly 
practices, misuse of discretion, transparency, and accountability. Corruption literature also 
indicates that different causes of corruption have different solutions. In general, an organization 
implemented a fair performance management that gives impact on remuneration for reducing the 
pressure. Organization established a strong internal control system for reducing opportunity. And, 
organization arranged an ethic code to reduce a rationalization. While pressure and 
rationalization are relative to a personal arrangement, the opportunity is relative to an 
organizational capacity building in which e-government implementation is a part of it. E-
government offers a high level of transparency. Considering the three interactions that e-
government is expected to improve, the interaction in e-government is not only between 
government and citizen but also with business enterprises and other government agencies. The 
third phase of this study attempted to answer the following research questions. 
RQ3. What are the key factors of those components altogether for performing best in 
anti-corruption strategy? 
RQ4. Does the government type (local and central) moderate the relationship between e-
Government and Corruption? 
From the literature review and given Raymond’s (2002) conceptualization of Linus’s law 
in software engineering, when more people can see the source code to find the defect faster, this 
study posits that having transparency to stakeholders facilitate the monitoring capacity of a 
government institution. When government institutions have a strong monitoring capacity, they 
become less vulnerable to corruption. This study also adopted the monitoring state in crime 
prevention practices in which people may withdraw their intention to commit a crime if they see 
some surveillance camera are installed around the targeted area or object. Creating a high-level 
transparency through e-government is similar to installing surveillance cameras around the 
criminal scene. While surveillance camera enables the law enforcement agency to detect physical 
criminal activities, the transparency, in a similar way, enable government institutions to detect 
some pertinent misconduct of government officers.   
This study used the insights gained from the literature review and the previous phases to 
develop a research model portraying the research variables of interest and the relationships 
among these variables. The research model has three independent variables representing three 




monitoring capacity and government vulnerability. The research model has four hypotheses 
centering the relationships between the research variables. In addition to these four hypotheses, 
this study examines the effect of government type, i.e., central and local government on the links 
between Government-to-Citizen, Government-to-Business, and Government-to-Government to 
monitoring capacity, and on the link between monitoring capacity and government vulnerability. 
This study used a survey questionnaire to collect data for testing the research model. The 
results of the analyses, shown in Table 7.18, support for the model of monitoring capacity by the 
government through e-government. The results indicate that having an interaction to all 
stakeholders using e-government increases the monitoring capacity of a government institution. 
Firstly, the interaction with citizen through e-government enables the citizens to have a sense of 
control over the government activities. Secondly, interaction with the business enterprises 
through e-government enables the business enterprises to have a sense of trust and fair treatment. 
Lastly, the interaction with other government institutions creates the mutual control system 
among them. These three ICT-based interactions increase the government monitoring capacity. 
The results also indicate that when the monitoring capacity increases, the government 
vulnerability to corruption decreases. Further analysis of the model’s predictive relevance using 
Stone-Geisser’s Q2 value indicates that the research model used in this study has moderate 
predictive relevance (Hair et al., 2014). 
Analysis of the effect of central government compared to the local government shows a 
statistically significant moderating effect on the government interaction with citizen and 
government interaction with other government institutions. The results presented in Table 7.17 
indicate that in local government, the impact of G2C is higher than in central government and the 
impact of G2G is lower than in central government. However, the G2B is considerably equal 
between the local and central government in which the difference is below 0.05. Analysis of the 
effect of monitoring capacity also indicates that there was statistically significant moderating 
effect on government vulnerability. 
In all, the final remark from this integrated study is that e-government delivers a robust 
interaction between government and stakeholders for strengthening government’s monitoring 
capacity. The government should strengthen the monitoring capacity as a source for preventing 




transparency is not only releasing the government information to the public but also empowering 
and engaging the public to be more participative in the process of government policy making. 
8.3 Limitation of the Research 
As a nature in any research activities, this study acknowledges some limitations implicit 
in the research of this study that may serve to limit the generalizability and validity of the 
findings. This study classifies these limitations into four types of validity which, in turn, started 
with the external validity. 
8.3.1 External Validity 
External validity is the validity of the research regarding the extent to which the 
other research setting could generalize the research findings. For example, in this study, 
external validity issues could have appeared from sampling Indonesian governmental 
officers as the main respondents. The subjective perceptions of Indonesian 
governmental officers about the research variables investigated in this study may differ 
from those of government officers in other countries. Addressing this possible concern, 
the research focused on the use of e-government during executing government process.  
Further, the participating respondents are from both central and local 
government in Indonesia whose experience in public service, financial and goods 
management, i.e., core business unit, financial unit, and procurement unit. Their 
clientele largely shares the same characteristics as such units in public sectors in other 
countries. The officers in question, therefore, are familiar with public service delivery, 
financial and resource allocation, as might well be encountered by other government 
officers in other countries. 
Additionally, generalizability issues may arise from the focus of a specific e-
government aspect, in this case, transparency. However, this study considers the focus 
on transparency to be appropriate for this study because prior studies of e-government 
have indicated that IT, as a device for e-government, has significantly influenced users’ 
behaviors (Guinea & Markus, 2009) and may function as a significant tool for solving 
social issues. Because transparency is a common e-government outcome that shares the 
characteristics of empowerment and enablement for society, the findings of this study 




8.3.2 Internal Validity 
Internal validity refers to the estimated appropriateness of inferences drawn 
regarding causal relationships between research variables (Cook & Campbell, 1979). In 
investigating the possible relationships between the research variables of interest, this 
study adopts a mixed method approach of qualitative and quantitative methods. A 
mixed-method approach offers two advantages. First, a mixed-method confirms in a 
triangulation way of the phenomena under investigation. And, it helps alleviate the 
inherent limitations that may occur in a separate quantitative and qualitative research. 
Furthermore, the research approach chosen during the survey may inherent 
common method bias, which arises when the same respondents assess both the 
independent and dependent variables. Minimizing this bias, this study adopted 
Podsakoff, et al’s (2003) recommendations of using a structured approach to 
developing the survey items (see also MacKenzie et al. (2011). Moreover, this study 
separated measurement items for independent and dependent variables in the 
questionnaire and also confirmed respondents regarding their anonymity. In the further 
interests of mitigating the bias, the items of the dependent variables, i.e., monitoring 
capacity and government vulnerability, were gathered from respondents of a different 
institution, i.e., the Audit Board Office of the Republic of Indonesia. 
8.3.3 Construct Validity 
Construct validity refers to the possibility of confounding or nuisance variables 
that correlate with both the dependent and independent variables (Cook & Campbell, 
1979). Construct validity problems may arise from the items used to measure a 
particular construct. To mitigate such problems, measurement items for the research 
variables were adopted, adapted, and developed by following different measurement 
item creation strategies to minimize the effect of threats to construct validity. 
When adopting measurement items from previous studies, the items should have 
satisfied such attributes as reliability, convergent validity, and discriminant validity. 
This study followed MacKenzie et al’s (2011) approach to adapt and develop 
measurement items. Additionally, the items were evaluated by a panel of judges to 
ensure such items represented the constructs they are intended to measure. Prior to 




test. All items were also subject to having their measurement properties assessed during 
the testing of the measurement model. 
8.3.4 Statistical Validity 
Statistical validity refers to the logic of inferring covariation given a specified 
level of significance and the obtained variance (Cook & Campbell, 1979). This study 
used statistical analysis to make inferences about whether the data is sufficient to 
support the proposed hypotheses and model. To help obtain valid statistical conclusions, 
this study adopted a PLS-SEM approach to analyzing and then making inferences from 
the obtained data. SEM takes into account the measurement errors that are inherent in 
behavioral studies (Blanthorne, Jones-Farmer, & Almer, 2006). Furthermore, PLS-SEM 
allows simultaneous assessment of the proposed hypotheses and the overall consistency 
of the proposed model (Baron & Kenny, 1986). 
8.4 Implication of the research 
Findings of this study can contribute to both anti-corruption practice and the e-
government literature. This study classifies the expected contributions into contributions to 
theoretical and practical implications. 
8.4.1 Theoretical Implications 
This study enriches the e-government and anti-corruption literature by providing 
empirical evidence on how the government interaction with stakeholders through e-
government can help to lessen government vulnerability to corruption. Using e-
government as the mean of government interaction and monitoring capacity as the 
construct, this study links the government–stakeholder’s interaction through e-
government with the government vulnerability to corruption, a topic that is still very 
few in literature. This study demonstrates that the type of government, either central or 
local government, influences the model of e-government, a model which strengthens 
government monitoring capacity. 
Additionally, in investigating the topic, this study has focused the investigation 
on government officers’ experiences when using e-government system in their offices, 
thus providing a more pragmatic awareness of the use of e-government by government 
officers. In a broader context, and because the interaction with stakeholders is a key 




contributes to the discussion on the implementation of continuous monitoring 
particularly by external parties, i.e., stakeholders. While ample empirical studies have 
addressed continuous monitoring, Hunton et al. (2008) note that majority concentrate 
on internal audit functions (Hunton, Bryant, & Bagranoff, 2004). This study helps the 
policy makers to resolve how the benefits of implementing continuous monitoring, by 
external parties, can reduce the government vulnerability to corruption.  
8.4.2 Practical Implications 
Government institutions can use the findings to gain insights into how to better 
use their ICT infrastructure, especially e-government, in their anti-corruption initiatives. 
Prior studies indicate that government institutions have improved their remuneration 
scheme and performance management system for the sake of reducing the chance of the 
employee for having a financial pressure. In addition, for addressing the rationalization 
on a corrupt act, government institutions established an integrity system and ethic code. 
Furthermore, in addressing the three triggers of corruption, e-government constricts the 
opportunity of corruption, thus, increasing the cost of committing corruption through 
transparency to stakeholders. 
By understanding the factors that affect the use of e-government, as identified in 
this study, government institutions could improve the quality of their e-government, 
thus, lessen their vulnerability to corruption. This study reveals that it is not only about 
delivering public service but also creating a channel to empower stakeholders. The 
results of this study have indicated positively the differences of e-government 
development between local and central government. Therefore, it will change the way 
of government institutions in developing their e-government system. 
The model in this study has statistically shown the significance of e-government 
on reducing government vulnerability to corruption, through strengthening the 
monitoring capacity using three interactions of government with stakeholders; with 
citizens, with business enterprises, and with other government institutions. Also, the 
result of this study enriches the ideas of identifying the opportunity for corruption in the 
government process and to close the opportunity using ICT under the umbrella of e-
government. Furthermore, the results this study provide the policy makers with an 




role of ICT in reducing the opportunity for corruption. Therefore, those who concern 
with anti-corruption initiatives can take the result of this study to develop an assessment 
model that addressed both prevention and detection of corruption. 
The by-product of this study, which provides the assessment method for 
transparency level of government institution, does not exists in the area of anti-
corruption. The assessment method on transparency is the first tool in literature that 
focus on assessing the government vulnerability through the lenses of government 
interactions with stakeholders; citizens, business enterprises, and other government 
institutions. Thus, this output of this study is also the originality by output of this 
dissertation (Dawson, 2009).  
In all, the result of this study will complement the existing assessment models in 
measuring the vulnerability level of a government institution, thus, improving the 
quality of government especially in lessening corruption. Gathering information from 
an external is important for the government as a raw material for policy making process, 
including anti-corruption strategy implementation. 
8.5 Future Research 
This study has concluded that the government’s transparency to stakeholders through e-
government plays a significant role in strengthening government ability to monitor how the 
government runs. In Indonesia, the citizen has the most impact in strengthening the monitoring 
capacity of government, then, followed by business enterprises and other government institutions. 
This model might expose different results if assessed in other countries. This part of study raises 
some potential further researches. 
First of all, the significance of the moderating effect of government type on the 
relationship between monitoring capacity and government vulnerability is above 90%, which is 
the commonly used threshold. While the results certainly indicate that the monitoring capacity of 
government has a negative impact on the government vulnerability, further exploration is 
necessary to draw more general conclusions. Future research could replicate this study in other 
contexts such as government officers in other countries or stakeholder’s perception, to assess its 
applicability of the research model in different context.  
Secondly, future research may investigate using alternative concepts to acquire a broader 




quality of government. It may consider investigating the impact of monitoring capacity, which 
represents the ability of government to absorb information from external, on government officers’ 
competence and, perhaps, government’s agility in solving other social issues such as energy 
scarcity, urbanization, and unemployment. Future studies might also investigate whether the 
information received from external could be overload, thus, diminishing the effect of monitoring 
capacity on government vulnerability. 
Third, the future research may include other means of preventing corruption such as 
remuneration scheme, ethical code, and integrity system in examining the effect of these 
measures together with monitoring capacity in reducing government vulnerability to corruption. 
While this study concluded that monitoring capacity holds 59% of variables that reduce the 
vulnerability, the 41% impact might be inherent in other aforementioned measures. 
8.6 Concluding Remarks 
The objective of this study was to investigate how ICT in government impacts upon 
government vulnerability to corruption. It sought to investigate the impact of government 
interactions with stakeholders on monitoring capacity of government and, subsequently, on the 
government vulnerability to corruption. This study has demonstrated that local and central 
government has different e-government model. This thesis has therefore found a benefit to anti-
corruption strategy that the monitoring capacity of government correlates negatively with the 
government vulnerability to corruption, which is a part of the quality of government. This study 
also concluded that e-government is not merely a modern public service delivery nor publishing 
abundant government information. E-government should empower the stakeholders to raise 
opinion, inputs, and other relevant information for a better government performance. 
Finally, this study has uncovered a proper way for developing e-government that 
addresses corruption in government institution. Through this study, each interaction should come 
with the following value: 
• Participatory over Substantial Information in Government-to-Citizen 
• Fairness over Trust in Government-to-Business 
• Pattern Identification over Information Seeking in Government-to-Government 
These three statements mean that while there is value in the items on the right, government 
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LEMBAR PERSETUJUAN RESPONDEN 
Judul Penelitian : Kapasitas e-Government dalam Mengurangi Terjadinya Korupsi 
di Instansi Pemerintah         
Sebagai responden dalam penelitian ini, persetujuan Bapak/Ibu saya perlukan sebagai konfirmasi 
atas kesedian Bapak/Ibu untuk berpartisipasi dalam survey  ini. 
Dengan mengisi dan mengembalikan kuesioner ini, Bapak/Ibu menyatakan bahwa Bapak/Ibu:  
 
1. setuju berpartisipasi dalam survei         
2. telah membaca dan memahami isi lembaran informasi penelitian     
3. memahami bahwa semua data penelitian akan disimpan dan dojaga kerahasiaannya  
4. telah menerima penjelasan yang memadai atas setiap pertanyaan yang diajukan   
5. memahami bahwa peneliti akan menjaga kerahasiaan identitas Bapak/Ibu dan setiap 
informasi yang Bapak/Ibu berikan akan digunakan hanya untuk keperluan penelitian saja  
6. memahami bahwa Bapak/Ibu dapat mengundurkan diri dari penelitian ini sewaktu-waktu 
dengan tidak mengembalikan kuesioner ini tanpa ada konsekuensi apapun. 
Penelitian ini sepenuhnya mengacu pada pedoman etika penelitian dari Waseda University. 
Bapak/Ibu bebas untuk membicarakan keikutsertaan Bapak/Ibu dalam penelitian ini dengan 
peneliti (pingkydezar@suou.waseda.jp) 
         
Peneliti,         
Pingky Dezar Zulkarnain         






LEMBAR INFORMASI KUESIONER 
Judul Penelitian : Kapasitas e-Government dalam Mengurangi Terjadinya Korupsi di Instansi 
Pemerintah         
 
Pendahuluan         
Survei in imerupakan bagian dari kegiatan penelitian yang mempelajari interaksi antara pemerintah 
dengan para pemangku kepentingan (Masyarakat, Dunia Usaha, dan Instansi Pemerintah lainnya) dalam 
perannya untuk mengurangi terjadi korupsi di sektor publik. Survei ini bertujuan untuk mengumpulkan 
informasi empiris tentang faktor-faktor yang mempengaruhi interaksi antara instansi pemerintah dengan 
pemangku kepentingannya. Pemahaman yang baik terhadap faktor-faktor ini diharapkan dapat membantu 
pemerintah dalam upaya menyelaraskan pengembangan e-governmentnnya dengan strategi 
pemberantasan korupsi. 
 
Definisi dan Ruang Lingkup Penelitian 
Dalam penelitian ini, e-government mengacu pada pemanfaatan teknologi informasi di lingkungan 
pemerintahan untuk mendukung kinerja pemerintah yang tinggi dalam memberikan pelayanan kepada 
masyarakat dan meningkatkan kualitas hidup masyarakatnya. Salah satu cara untuk meningkatkan 
kualitas hidup masyarakat adalah dengan mengurangi terjadinya korupsi di pemerintahan. Ruang lingkup 
penelitian ini difokuskan pada interaksi antara pemerintah dengan misyarakat, dunia usaha, dan instansi 
pemerintah lainnya.  
 
Petunjuk Umum         
Survei ini terdiri dari empat bagian; Bagian A, B, C, dan D 
• Bagian A terdiri dari tiga pertanyaan demografi. Bagian ini mengumpulkan informasi umum 
responden untuk keperluan pemaparan sampel populasi 
• Bagian B terdiri dari enam pertanyaan mengenai interaksi yang terjadi antara pemerintah 
dengan masyarakat melalui sarana elektronik 
• Bagian C terdiri dari enam pertanyaan mengenai interaksi yang terjadi antara pemerintah 
dengan dunia usaha melalui sarana elektronik 
• Bagian D terdiri dari lima pertanyaan mengenai interaksi yang terjadi antara pemerintah dengan 
instansi pemerintah lainnya melalui sarana elektronik 
Petunjuk Pengisian Kuesioner 
1. Mohon menjawab semua pertanyaan sesuai petunjuk yang diberikan di bawah ini. 
Untuk pertanyaan yang menggunakan skala (1 s.d. 7), mohon dipilih satu skala yang 
paling tepat mewakili pendapat atau sikap Bapak/Ibu. Atas pertanyaan tersebut, silahkan 
diberikan tanda silang (X) atau tanda check (V) pada pertanyaan tersebut 
2. Mohon semua pertanyaan telah dijawab sebelum mengembalikan kuesioner ini. 









A. Jenis Instansi :
B. Lama Bekerja Di Instansi Sekarang Tahun
C. 
D. 
Bidang Tugas Saat ini :  A. Keuangan    B. Pengadaan Barang dan Jasa     C. Inspektorat      D.  Pelayanan Masyarakat
Jenjang Pendidikan Terakhir:  A. SMA dan di bawahnya     B. D3    C. S1     D. S2      E. S3
A. Informasi Umum Responden















1 Informasi Publik yang disediakan kantor saya mudah dipahami       
2 Informasi Publik yang disediakan kantor saya cukup lengkap       
3 Informasi Publik yang disediakan kantor saya selalu terbaharui       
4 Kantor saya meminta pendapat publik untuk menggali informasi yang dibutuhkan kantor saya       
5 Kantor saya memiliki sarana bagi masyarakat untuk menyampaikan opininya       
6 Kantor saya memberikan pesan balasan kepada masyarakat yang telah memberikan opininya       























Kantor saya telah memiliki Sistem Pengadaan Secara Elektronik (SPSE) yang menyajikan progress 
kegiatan pengadaan kepada semua peserta lelang       
8
Kantor saya telah memiliki SPSE yang mampu mencegah adanya intervensi dalam proses pelelangan 
barang dan jasa       
9
Kantor saya telah memiliki SPSE yang memperlakukan seluruh peserta lelang secara adil di setiap 
tahapan proses lelang       
10
Saya yakin bahwa SPSE mentatat seluruh proses pengadaan barang dan jasa sehinggaj mudah dilihat 
kembali oleh peserta lelang ataupun pihak yang berkepentingan dengan proses pengadaan       
11 Saya yakin bahwa SPSE mengurangi peluang terjadinya korupsi       
12 Saya yakin bahwa SPSE memiliki fitur keamanan yang memadai dalam keseluruhan proses lelang       















13 Saya mampu mengenali pola dan permasalahan dari informasi yang diperoleh dari instansi lain       
14
Saya mampu memberikan alasan-alasan yang mungkin menjadi penyebab atas pola dan permasalahan 
yang saya temukan       
15 Saya mampu mencari tambahan informasi untuk analisis data       
16 Saya mampu berekesperimen dengan nformasi yang diperoleh dari instansi lain       
17 Saya mengeksplorasi informasi yang diperoleh dari instansi lain       
















Country 2014 Country 2013
Denmark 92 Denmark 91
New  Zealand 91 New  Zealand 91
Finland 89 Finland 89
Sw eden 87 Sw eden 89
Norw ay 86 Norw ay 86
Sw itzerland 86 Singapore 86
Singapore 84 Sw itzerland 85
Netherlands 83 Netherlands 83
Luxembourg 82 Australia 81
Canada 81 Canada 81
Australia 80 Luxembourg 80
Germany 79 Germany 78
Iceland 79 Iceland 78
United Kingdom 78 United Kingdom 76
Belgium 76 Barbados 75
Japan 76 Belgium 75
Barbados 74 Hong Kong 75
Hong Kong 74 Japan 74
Ireland 74 United States 73
United States 74 Uruguay 73
Chile 73 Ireland 72
Uruguay 73 Bahamas 71
Austria 72 Chile 71
Bahamas 71 France 71
United Arab Emirates 70 Saint Lucia 71
Estonia 69 Austria 69
France 69 United Arab Emirates 69
Qatar 69 Estonia 68
Saint Vincent and the Grenadines 67 Qatar 68
Bhutan 65 Botsw ana 64
Botsw ana 63 Bhutan 63
Cyprus 63 Cyprus 63
Portugal 63 Portugal 62
Puerto Rico 63 Puerto Rico 62
Poland 61 Saint Vincent and the Grenadines 62
Taiw an 61 Israel 61
Israel 60 Taiw an 61
Spain 60 Brunei 60
Dominica 58 Poland 60
Lithuania 58 Spain 59
Slovenia 58 Cape Verde 58
Cape Verde 57 Dominica 58
Korea (South) 55 Lithuania 57
Latvia 55 Slovenia 57
Malta 55 Malta 56
Seychelles 55 Korea (South) 55
Costa Rica 54 Hungary 54
Hungary 54 Seychelles 54
Mauritius 54 Costa Rica 53
Georgia 52 Latvia 53
Malaysia 52 Rw anda 53
Samoa 52 Mauritius 52
Czech Republic 51 Malaysia 50
Slovakia 50 Turkey 50
Bahrain 49 Georgia 49
Jordan 49 Lesotho 49
Lesotho 49 Bahrain 48
Namibia 49 Croatia 48
Rw anda 49 Czech Republic 48
Saudi Arabia 49 Namibia 48
Croatia 48 Oman 47
Ghana 48 Slovakia 47
Cuba 46 Cuba 46
Oman 45 Ghana 46
The FYR of Macedonia 45 Saudi Arabia 46
Turkey 45 Jordan 45
Kuw ait 44 Macedonia 44








Country 2012 Country 2011
Denmark 90 New  Zealand 9.462681
Finland 90 Finland 9.403927
New  Zealand 90 Denmark 9.39208
Sw eden 88 Sw eden 9.298488
Singapore 87 Singapore 9.166839
Sw itzerland 86 Norw ay 8.989854
Australia 85 Netherlands 8.894497
Norw ay 85 Australia 8.844156
Canada 84 Sw itzerland 8.801674
Netherlands 84 Canada 8.672457
Iceland 82 Luxembourg 8.50703
Luxembourg 80 Hong Kong 8.389815
Germany 79 Iceland 8.274027
Hong Kong 77 Germany 8.046144
Barbados 76 Japan 8.0409
Belgium 75 Austria 7.786903
Japan 74 United Kingdom 7.775084
United Kingdom 74 Barbados 7.773902
United States 73 Ireland 7.536039
Chile 72 Belgium 7.487431
Uruguay 72 Bahamas 7.289454
Bahamas 71 Chile 7.213856
France 71 Qatar 7.155269
Saint Lucia 71 United States 7.135683
Austria 69 Uruguay 7.04446
Ireland 69 Saint Lucia 7.018194
Qatar 68 France 7.005064
United Arab Emirates 68 United Arab Emirates 6.822888
Cyprus 66 Estonia 6.353611
Botsw ana 65 Cyprus 6.265644
Spain 65 Spain 6.2296
Estonia 64 Taiw an 6.136312
Bhutan 63 Portugal 6.097609
Portugal 63 Botsw ana 6.077882
Puerto Rico 63 Slovenia 5.870487
Saint Vincent and the Grenadines 62 Israel 5.80688
Slovenia 61 Saint Vincent and the Grenadines 5.761158
Taiw an 61 Bhutan 5.742364
Cape Verde 60 Malta 5.592464
Israel 60 Puerto Rico 5.586649
Dominica 58 Cape Verde 5.524542
Poland 58 Poland 5.482418
Malta 57 Korea (South) 5.356394
Mauritius 57 Brunei 5.207397
Korea (South) 56 Dominica 5.17456
Brunei 55 Macau 5.110873
Hungary 55 Bahrain 5.109879
Costa Rica 54 Mauritius 5.067148
Lithuania 54 Rw anda 4.983419
Rw anda 53 Oman 4.834576
Georgia 52 Seychelles 4.82171
Seychelles 52 Costa Rica 4.798095
Bahrain 51 Lithuania 4.751965
Czech Republic 49 Kuw ait 4.616031
Latvia 49 Hungary 4.555448
Malaysia 49 Jordan 4.485752
Turkey 49 Namibia 4.42965
Cuba 48 Saudi Arabia 4.386654
Jordan 48 Czech Republic 4.368084
Namibia 48 Malaysia 4.307416
Oman 47 Turkey 4.206861
Croatia 46 Latvia 4.1943
Slovakia 46 Cuba 4.163939
Ghana 45 Georgia 4.132969
Lesotho 45 South Africa 4.080277






Appendix 7 Data Set of World Economic Forum’s NRI for Individual Usage, Business 




No. COUNTRY IUSG BUSG GUSG No. COUNTRY IUSG BUSG GUSG
1 United Kingdom 6.644105 5.178439 5.404885 70 Bolivia 3.002005 2.959512 3.286983
2 Australia 6.325182 4.787581 5.032027 71 Ecuador 3.533495 3.49058 3.942818
3 Japan 6.406162 5.949833 5.438731 72 Paraguay 3.109628 3.083427 2.707379
4 South Korea 6.456048 5.430937 5.646265 73 Switzerland 6.558234 6.132357 4.459667
5 Netherlands 6.569846 5.819012 5.352567 74 Czech Republic 5.823835 4.263364 3.382511
6 New Zealand 6.111678 4.984659 5.35819 75 El Salvador 3.328365 3.523889 3.61892
7 Spain 5.57215 3.93183 4.748063 76 Georgia 4.137264 3.247678 4.122264
8 Canada 5.72567 4.881592 5.10141 77 Oman 5.345504 3.418104 4.745244
9 Finland 6.638796 5.841248 5.041988 78 South Africa 3.895297 4.199457 3.315326
10 Italy 5.503493 3.810707 3.9649 79 Peru 3.198712 3.433063 3.727119
11 Singapore 6.363402 5.420073 6.25784 80 Slovakia 5.550266 3.879079 3.736026
12 France 5.965403 5.011267 5.310926 81 Armenia 4.132398 3.363937 4.366629
13 United States of America 6.245657 5.858843 5.371506 82 Bangladesh 2.131076 3.092531 3.757932
14 Austria 5.903604 5.561006 4.821041 83 Cyprus 4.945943 3.772464 3.725243
15 Mexico 3.568911 3.615245 4.236344 84 Kenya 2.614549 3.864707 4.402731
16 Poland 5.268173 3.625705 3.647018 85 Latvia 5.524319 4.068543 4.297248
17 Israel 5.606692 5.775083 5.254658 86 Bosnia and Herzegovina 3.976912 3.069672 2.553587
18 Lithuania 5.547254 4.314095 4.746079 87 Nepal 2.243349 3.024815 2.665048
19 Montenegro 4.641694 3.391001 4.18383 88 Dominican Republic 3.159515 3.45356 3.469033
20 Morocco 4.150701 3.315933 4.573641 89 Ethiopia 1.559962 3.038265 3.766804
21 Serbia 4.851125 3.058951 3.295975 90 Hungary 5.306793 3.566626 3.780292
22 China 3.922225 3.911497 4.614319 91 Lebanon 5.083988 3.399963 2.855153
23 Denmark 6.863856 5.736051 4.693208 92 Rwanda 1.939345 3.68801 5.296254
24 Estonia 6.317325 4.393551 5.423081 93 Uganda 1.902153 3.272071 3.426798
25 Croatia 5.176661 3.396958 3.546687 94 Cape Verde 3.729409 3.412985 3.614001
26 Malta 5.917078 3.967394 4.310925 95 Ghana 3.45745 3.512021 3.414983
27 Colombia 4.089624 3.501298 4.758719 96 Jordan 4.101599 3.948708 4.357254
28 Germany 6.192548 5.840452 4.796448 97 Trinidad and Tobago 4.733252 3.519129 3.481821
29 India 2.149655 3.551428 4.0523 98 Egypt 3.785756 3.009828 3.800105
30 Norway 6.710105 5.529315 5.185071 99 Nicaragua 2.51936 3.004097 2.320964
31 Sweden 6.70494 5.965699 5.025862 100 Seychelles 4.345803 3.591907 3.681881
32 Bahrain 6.31918 4.017928 5.662241 101 Venezuela 3.928211 3.00368 2.98796
33 Chile 4.91616 3.886845 4.639541 102 Honduras 2.759308 3.902687 3.687728
34 Russian Federation 5.314774 3.612683 4.423303 103 Senegal 2.623812 3.784066 3.79368
35 Ukraine 3.912815 3.641282 3.137473 104 Indonesia 3.310091 4.071032 3.941568
36 United Arab Emirates 6.157497 4.558927 6.189338 105 Pakistan 2.092294 3.232576 3.332005
37 Brazil 4.807009 3.699565 3.626015 106 Panama 3.996901 3.971317 4.050771
38 Slovenia 5.400055 4.275327 3.617987 107 Bhutan 2.939544 3.223374 3.637504
39 Ireland 5.864569 4.879085 4.858372 108 Nigeria 2.513048 3.474504 3.250375
40 Mongolia 3.666108 3.666972 4.245236 109 Zambia 1.968046 3.582829 3.330742
41 Saudi Arabia 6.030683 3.942632 5.396982 110 Botswana 3.166629 3.412921 3.577436
42 Uruguay 5.175694 3.445819 4.834269 111 Liberia 1.835081 3.202402 2.858693
43 Bulgaria 4.992762 3.526077 3.344973 112 Malawi 1.532097 3.13506 2.802686
44 Luxembourg 6.774613 5.386114 5.415717 113 Zimbabwe 2.457017 3.135514 2.924755
45 Tunisia 3.87159 3.2509 4.081679 114 Jamaica 3.5424 3.657677 3.615689
46 Viet Nam 3.554583 3.508604 3.98483 115 Lao 1.970206 3.449887 3.27876
47 Azerbaijan 4.833324 3.731102 4.7346 116 Guyana 2.701885 3.540044 3.396469
48 Malaysia 5.054577 4.726819 5.47904 117 Namibia 2.986163 3.732675 3.522156
49 Iceland 6.600654 5.093908 4.733735 118 Gambia 2.57766 3.477062 3.700543
50 Mauritius 4.258525 3.767664 4.312964 119 Iran 3.338307 3.058915 3.508499
51 Portugal 5.091089 4.195367 4.819927 120 Madagascar 1.6178 3.382273 2.834089
52 Republic of Moldova 4.288359 3.213701 3.878756 121 Mozambique 1.904912 3.178517 3.279019
53 Sri Lanka 2.831549 3.870476 5.044397 122 Tajikistan 2.270436 3.362707 3.096111
54 Albania 3.637812 3.420617 3.724329 123 Benin 2.16118 3.482045 2.774995
55 Belgium 5.996368 5.154123 4.556227 124 Cameroon 1.96866 3.563651 3.287471
56 Costa Rica 4.834982 3.972942 4.077656 125 Burundi 1.31304 2.535667 2.386711
57 Kuwait 5.593604 3.570137 3.661056 126 Chad 1.31044 2.615293 2.566681
58 Qatar 5.99356 4.752174 5.549826 127 Cote D'Ivoire2.576805 3.616348 3.66661
59 Argentina 4.875098 3.360309 3.270251 128 Haiti 1.806873 2.842724 2.243529
60 Guatemala 2.845425 3.911312 2.878008 129 Algeria 2.826396 2.862938 2.660448
61 Romania 4.678105 3.600517 3.457556 130 Lesotho 2.096726 3.09106 2.91364
62 Turkey 4.279716 3.760715 4.068662 131 Myanmar 1.821908 2.601664 2.347993
63 Greece 4.946071 3.461527 3.536937 132 Guinea 1.772012 2.772659 2.459405
64 Macedonia 4.992232 3.427728 4.05443 133 Cambodia 2.832604 3.331088 3.047126
65 Kazakhstan 4.791225 3.599824 4.838751 134 Gabon 2.53169 3.166138 2.931832
66 Kyrgyzstan 3.46905 3.241642 2.988385 135 Mali 2.489954 3.060143 3.185777
67 Philippines 3.840307 4.024096 3.961685 136 Mauritania 2.232782 2.812803 2.492691
68 Tanzania 1.72313 3.075371 3.395391
69 Thailand 4.280994 3.86267 3.781093
Network Readiness Index 2014 




Appendix 8 Data Set of Transparency International’s CPI 2014 and UN e-Government 
Survey’ e-Participation Index 
 
No. COUNTRY EPAR CPI No. COUNTRY EPAR CPI
1 United Kingdom 1 81 70 Bolivia 0.57627 34
2 Australia 0.98305 79 71 Ecuador 0.57627 32
3 Japan 0.98305 75 72 Paraguay 0.57627 27
4 South Korea 0.9661 56 73 Switzerland 0.57627 86
5 Netherlands 0.94915 87 74 Czech Republic 0.55932 56
6 New Zealand 0.94915 88 75 El Salvador 0.55932 39
7 Spain 0.9322 58 76 Georgia 0.55932 52
8 Canada 0.91525 83 77 Oman 0.55932 45
9 Finland 0.91525 90 78 South Africa 0.55932 44
10 Italy 0.91525 44 79 Peru 0.54237 36
11 Singapore 0.91525 85 80 Slovakia 0.54237 51
12 France 0.89831 70 81 Armenia 0.52542 35
13 United States of America 0.89831 76 82 Bangladesh 0.52542 25
14 Austria 0.88136 76 83 Cyprus 0.52542 61
15 Mexico 0.88136 35 84 Kenya 0.52542 25
16 Poland 0.88136 62 85 Latvia 0.52542 55
17 Israel 0.83051 61 86 Bosnia and Herzegovina 0.50847 38
18 Lithuania 0.83051 61 87 Nepal 0.50847 27
19 Montenegro 0.83051 44 88 Dominican Republic 0.49153 33
20 Morocco 0.83051 36 89 Ethiopia 0.49153 33
21 Serbia 0.83051 40 90 Hungary 0.49153 51
22 China 0.81356 37 91 Lebanon 0.49153 28
23 Denmark 0.81356 91 92 Rwanda 0.49153 54
24 Estonia 0.81356 70 93 Uganda 0.49153 25
25 Croatia 0.77966 51 94 Cape Verde 0.47458 55
26 Malta 0.77966 56 95 Ghana 0.45763 47
27 Colombia 0.76271 37 96 Jordan 0.45763 53
28 Germany 0.76271 81 97 Trinidad and Tobago 0.44068 39
29 India 0.76271 38 98 Egypt 0.40678 36
30 Norway 0.76271 87 99 Nicaragua 0.40678 27
31 Sweden 0.76271 89 100 Seychelles 0.40678 55
32 Bahrain 0.74576 51 101 Venezuela 0.40678 17
33 Chile 0.74576 70 102 Honduras 0.38983 31
34 Russian Federation 0.74576 29 103 Senegal 0.38983 44
35 Ukraine 0.74576 27 104 Indonesia 0.37288 36
36 United Arab Emirates 0.74576 70 105 Pakistan 0.37288 30
37 Brazil 0.72881 38 106 Panama 0.37288 39
38 Slovenia 0.72881 60 107 Bhutan 0.35593 65
39 Ireland 0.71186 75 108 Nigeria 0.35593 26
40 Mongolia 0.71186 39 109 Zambia 0.35593 38
41 Saudi Arabia 0.71186 52 110 Botswana 0.28814 63
42 Uruguay 0.71186 74 111 Liberia 0.28814 37
43 Bulgaria 0.69492 41 112 Malawi 0.28814 31
44 Luxembourg 0.69492 81 113 Zimbabwe 0.28814 21
45 Tunisia 0.69492 38 114 Jamaica 0.27119 41
46 Viet Nam 0.69492 31 115 Lao 0.27119 25
47 Azerbaijan 0.67797 29 116 Guyana 0.25424 29
48 Malaysia 0.67797 50 117 Namibia 0.23729 53
49 Iceland 0.66102 79 118 Gambia 0.20339 28
50 Mauritius 0.66102 53 119 Iran 0.20339 27
51 Portugal 0.66102 63 120 Madagascar 0.20339 28
52 Republic of Moldova 0.66102 33 121 Mozambique 0.20339 31
53 Sri Lanka 0.66102 37 122 Tajikistan 0.20339 26
54 Albania 0.64407 36 123 Benin 0.16949 37
55 Belgium 0.64407 77 124 Cameroon 0.16949 27
56 Costa Rica 0.64407 55 125 Burundi 0.15254 21
57 Kuwait 0.64407 49 126 Chad 0.15254 22
58 Qatar 0.64407 71 127 Cote D'Ivoire0.15254 32
59 Argentina 0.62712 32 128 Haiti 0.13559 17
60 Guatemala 0.62712 28 129 Algeria 0.11864 36
61 Romania 0.62712 46 130 Lesotho 0.11864 44
62 Turkey 0.62712 42 131 Myanmar 0.10169 22
63 Greece 0.61017 46 132 Guinea 0.08475 25
64 Macedonia 0.61017 42 133 Cambodia 0.0678 21
65 Kazakhstan 0.59322 28 134 Gabon 0.0678 34
66 Kyrgyzstan 0.59322 28 135 Mali 0.0678 35
67 Philippines 0.59322 35 136 Mauritania 0.05085 31
68 Tanzania 0.59322 30
69 Thailand 0.59322 38
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