Quantum Key Distribution (QKD) allows continuously growing a secret key at two distant locations. It In a noisy environment, e.g. by exchanging light pulses over optical fibers and realistic detection, we need to refine this approach. From classical communication theory we know that secret key can be distilled from certain noisy correlations via authenticated public channels. In a classical scenario the properties of the joint correlations between the two rightful parties and an eavesdropper need to be postulated, in the case of quantum mechanics they can be verified. Moreover, one can use ideas from entanglement theory and from quantum error correction techniques to construct procedures that establish provable secure keys.
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The resulting practical procedures follow a two-step model: in the first phase the two rightful parties exchange certain quantum signals and measure them. As a result, they share correlated data with verifiable properties. In the second phase, they perform classical auxiliary protocols, such as post-selection, error correction and privacy amplification to generate a secret key.
The correlations of the first phase can be established in many ways. One can use sources of entangled states, e.g. via parametric downconversion, or one can simply use laser pulses with slightly different phase, polarization or amplitude such as to realize non-orthogonal states. That means, that one can think about very simple set-ups to implement QKD.
There are many ways to optimize set-ups for QKD. One can think about different classes of signal states and measurement schemes, e.g. using photon counting or homodyne detection. The other approach is to optimize the classical communication protocols of the second phase of practical procedures. For this optimization it is useful to derive upper bound on the number of secret bits that can be extracted from given correlations. For a given experiment, this can be formulated by considering the correlations as a function of the distance for a given channel model. A generic picture is shown below. Typically, we find some maximal distance for given signals and measurements at which the quantum features of the correlations vanish and no secret key can be distilled any more [1] 
