Abstract . Software development projects are subject to risks like any other project. These risks must be managed in order for the project to succeed. Current frameworks and models for risk identification, assessment and management are static and unchanging. They lack feedback capability and cannot adapt to future changes in risk events The OODA (Observe, Orient, Decide, Act) Loop, developed during the Korean War by fighter pilot Colonel John Boyd, is a dynamic risk management framework that has built in feedback methods and readily adapts to future changes. It can be successfully employed by development teams as an effective risk management framework, helping projects come in on time and on budget. Keyword : OODA Loop, risk management, software development [1][2][3][4][5][6][7][8] Lightweight Local Area Network Dynamic Routing Protocol for MANET Adam Macintosh, Mohammad Ghavami, Ming Fei Siyau Doi : 10.7321/jscse.v2.n7.2 Abstract . A Mobile Ad Hoc Network (MANET) comprises mobile nodes, equipped with wireless communications devices; which form a temporary communication network without fixed network infrastructure or topology. The characteristics of MANET are: limited bandwidth; limited radio range; high mobility; and vulnerability to attacks that degrade the signal to noise ratio and bit error rates. These characteristics create challenges to MANET routing protocols. In addition, the mobility pattern of the mobile nodes (MNs) also has significant impact on the MANET routing protocols. The issue of routing and maintaining packets between MNs in the mobile ad hoc networks (MANETs) has always been a challenge; i.e. encountering broadcast storm under high node density, geographically constrained broadcasting of a service discovery message and local maximum problem under low node density. This requires an efficient design and development of a Lightweight routing algorithm which can be handled by those GPS equipped devices. Most proposed location based routing protocols however, rely on a single route for each data transmission. They also use a location based system to find the destination address of MNs which over time, will not be accurate and may result in routing loop or routing failure. Our proposed lightweight protocol, Local Area Network Dynamic routing (LANDY) uses a localized routing technique which combines an unique locomotion prediction method and velocity information of MNs to route packets. The protocol is capable of optimising routing performance in advanced mobility scenarios, by reducing the control overhead and improving the data packet delivery. In addition, the approach of using locomotion prediction has the advantage of fast and accurate routing over other position based routing algorithms in mobile scenarios. Recovery with LANDY is much faster than with other location protocols which use mainly greedy algorithms, (such as GPRS), no signaling or configuration of [9][10][11][12][13][14][15][16][17][18][19][20][21][22][23][24][25] 
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Lightweight Local Area Network Dynamic Routing Protocol for MANET Adam Macintosh, Mohammad Ghavami, Ming Fei Siyau Doi : 10.7321/jscse.v2.n7.2 Abstract . A Mobile Ad Hoc Network (MANET) comprises mobile nodes, equipped with wireless communications devices; which form a temporary communication network without fixed network infrastructure or topology. The characteristics of MANET are: limited bandwidth; limited radio range; high mobility; and vulnerability to attacks that degrade the signal to noise ratio and bit error rates. These characteristics create challenges to MANET routing protocols. In addition, the mobility pattern of the mobile nodes (MNs) also has significant impact on the MANET routing protocols. The issue of routing and maintaining packets between MNs in the mobile ad hoc networks (MANETs) has always been a challenge; i.e. encountering broadcast storm under high node density, geographically constrained broadcasting of a service discovery message and local maximum problem under low node density. This requires an efficient design and development of a Lightweight routing algorithm which can be handled by those GPS equipped devices. Most proposed location based routing protocols however, rely on a single route for each data transmission. They also use a location based system to find the destination address of MNs which over time, will not be accurate and may result in routing loop or routing failure. Our proposed lightweight protocol, Local Area Network Dynamic routing (LANDY) uses a localized routing technique which combines an unique locomotion prediction method and velocity information of MNs to route packets. The protocol is capable of optimising routing performance in advanced mobility scenarios, by reducing the control overhead and improving the data packet delivery. In addition, the approach of using locomotion prediction has the advantage of fast and accurate routing over other position based routing algorithms in mobile scenarios. Recovery with LANDY is much faster than with other location protocols which use mainly greedy algorithms, (such as GPRS), no signaling or configuration of Abstract . In order to protect the security of network data, a high speed chip module for encrypting and decrypting of network data packet is designed. The chip module is oriented for internet information security SOC (System on Chip) design. During the design process, AES (Advanced Encryption Standard) and 3DES (Data Encryption Standard) encryption algorithm are adopted to protect the security of network data. The following points are focused: (1) The SOC (System on Chip) design methodology based on IP (Intellectual Property) core is used. AES (Advanced Encryption Standard) and 3DES (Data Encryption Standard) IP (Intellectual Property) cores are embedded in the chip module, peripheral control sub-modules are designed to control the encryptiondecryption module, which is capable of shortening the design period of the chip module. (2) The implementation of encryption-decryption with hardware was presented, which improves the safety of data through the encryption-decryption chip and reduce the load of CPU. (3) In our hardware solution, two AES (Advanced Encryption Standard) cores are used to work in parallel, which improves the speed of the encryption module. Moreover, the key length of AES (Advanced Encryption Standard) encryption algorithm is designed with three optional configurations at 128 bits, 256 bits and 192 bits respectively and six optional encryption algorithm modes: CBC (Cipher Block Chaining) mode, ECB (Electronic Code Book) mode, GCM (Galois/Counter Mode) mode, XTS(cipherteXT Stealing) mode, CTR (CounTeR) mode and 3DES respectively, which adds the flexibility to its applications. Keyword : encryption-decryption module, IP core, SOC, 3DES, AES [26] [27] [28] [29] [30] [31] [32] [33] [34] [35] [36] Research on the Algorithm of the Trustful Communication over the Metrized Small World Distributed Data Storage System Dmitry Gusev Doi : 10.7321/jscse.v2.n7.4 Abstract . In ideal distributed network each node is in trust with all others. But in a real world there is no guarantee that all the nodes will operate with their prescribed rules. There might be ones which malfunction because of the incorrect internal object state and the ones which are infected by an external subject. These use cases reveal the need in trust policies utilized in the network. Because of the distributed nature of the system more effective security algorithm will be the one which implies the trust evaluation without centralized authorities. In this paper we investigate a possibility of developing the secure network where its actors can fully trust each other over the
