Introduction
The Internet has quickly evolved from a collection of specialized networks, primarily for electronic mail correspondence among government and academic users, to a worldwide web of networks and services providing a widely available blend of information, communications and entertainment ("ICE").
1 Governments financially underwrote the construction and use of the first generation Internet, but quickly withdrew funding and management when commercial enterprises could assume the responsibility. In its second generation the Internet proliferated and diversified as a largely privatized World Wide Web offering user friendly graphical interfaces and other enhancements. The Internet has begun to evolve into a third generation that will provide users with high speed access to an ever more diverse array of ICE services.
In its third generation the Internet may become more centralized and operates as the key medium for many services that heretofore operated separately. A centralized Internet may incorporate much of the existing broadcasting, wireline and wireless telephony and video programming services. Already incumbent telephone and cable television operators offer customers a triple or quadruple play combination of these services. 2 As the Internet becomes the key medium for most ICE services, industry observers, academics, consumer representatives and others have expressed concern whether service providers will manage their networks fairly. Advocates for network neutrality seek carrier assurance and possibly regulator-established rules to ensure that the Internet continues to operate in a nondiscriminatory manner, both in terms of how subscribers access and receive Internet transmitted services and how content and other service providers reach subscribers.
3 Throughout 2 "
[T]raditional phone companies that are primed to offer a 'triple play' of voice, highspeed Internet access, and video services over their respective networks." Exclusive Service Contracts for Provision of Video Services in Multiple Dwelling Units and Other Real Estate Developments, Notice of Proposed Rule Making, 22 FCC Rcd. 5935, 5938 (2007) . The quadruple play refers to the combination of "video, broadband Internet access, VoIP and wireless service . . .." AT&T Inc. and Bellsouth Corporation, Application for Transfer of Control, Memorandum Opinion and Order, 22 FCC Rcd. 5662, 5735 (2007) . 3 Network neutrality refers to the view that the Internet and other telecommunications and information processing networks should remain open, nondiscriminatory and largely managed by users rather than carriers. The principle supports end-to-end connectivity and the kind of access equality provided by "best efforts" network routing of traffic. Opponents of claim the concept would impose common carrier nondiscrimination responsibilities on information service providers, create disincentives for investment in NGN infrastructure and generate regulatory uncertainty. See Appropriate Framework for Broadband Access to the Internet over Wireline Facilities, Policy Statement, 20 FCC Rcd. 14986 (2005) to use a light hand when regulating and safeguarding national interests. Governments correctly recognized that they could rely on the motivations of mostly private stakeholders to build the telecommunications links and to diversify the services available from the World Wide Web. But on the other hand as the Internet consolidates previously discrete ICE services, the stakes have risen in terms of whether the competitive playing field exists for consumer access to the variety of services available via the Internet, and for service provider access to consumers.
The Internet continues to evolve as it incorporates technological innovations and becomes a conduit for many services that previously traversed dedicated telecommunications networks. As the Internet begins to offer convergent services, such as Voice over the Internet Voice over the Internet Protocol ("VoIP") offers voice communications capabilities, much like ordinary telephone service, using the packet switched Internet, for all or part of the link between call originator and call recipient. VoIP calls originating or terminating over the standard, dial up telephone network require conversion from or to the standard telephone network's architecture that creates a dedicated "circuit-switched" link, as opposed to the ad hoc, "best efforts" packet switching used in the Internet. "Rather than 'broadcasting' a constant stream of all available programs, as cable does and Verizon plans to do, IPTV stores a potentially unlimited number of programs on a central server, which users then call up on demand. SBC will not replace the copper lines that currently run into customer premises. Instead, to make sure there is sufficient bandwidth between the neighborhood node where the optical fiber terminates and the household premise, it will upgrade the DSL equipment currently at those nodes and in households with VDSL technology. At the household, the viewer will use the IP technology to send a signal to the SBC end-office to send a particular channel or video on demand selection. That signal will be sent over the same bandwidth used for data and VoIP service. In SBC's system, a single customer line will have enough bandwidth to support up to four active television sets per household at a time, or up to two HDTV channels at a time." Charles B. Goldfarb, Telecommunications Act: Competition, Innovation, and Reform, Congressional Research Service 37 (Jan. 13, 2006) "TCP/IP routes packets anonymously on a 'first come, first served' and 'best efforts' basis. Thus, it is poorly suited to applications that are less tolerant of variations in throughput rates, such as streaming media and VoIP, and is biased against network-based security features that protect e-commerce and ward off viruses and spam." Christopher S. Yoo, Beyond Network Neutrality, 19 HARV. J.L. & TECH. 1, 8 (Fall, 2005) . Some Internet Service Providers ("ISPs") seek to diversify the Internet by prioritizing bitstreams and by offering different quality of service guarantees. To some observers this strategy constitutes harmful discrimination that violates a tradition of network neutrality in the switching, routing and transmission of Internet traffic. To others offering different levels of service provides the means for consumers and carriers to secure and pay for premium, "better than best efforts" service if so desired. This paper will explain the different conceptualizations of network neutrality and why a debate has arisen about whether governments need to establish rules mandating nondiscrimination. The paper will identify what types of price and quality of service discrimination represent legitimate efforts to diversify Internet-mediated services and to satisfy increasingly diverse requirements of content providers and consumers. The paper concludes that while many concerns about network neutrality overstate the potential for harm, ISPs should offer non-neutral services in a fully transparent manner so that regulators can distinguish between actual and induced network congestion as well as other potential harm to content providers and consumers.
II.
What is Net Neutrality?
The initial plans for the Internet and the technical protocols established for managing the networks providing services anticipated the operation of a seamless global "network of (Feb. 7, 2060) ; available at http://commerce.senate.gov/pdf/sidak-020706.pdf.
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"The Internet is a vast network of individual computers and computer networks that communicate with each other using the same communications language, Transmission Control Protocol/Internet Protocol (TCP/IP). The Internet consists of approximately more than 100 million computers around the world using TCP/IP protocols. Along with the development of TCP/IP, the open network architecture of the Internet has the following characteristics or parameters:1. Each distinct network stands on its own with its own specific environment and user requirements, notwithstanding the use of TCP/IP to connect to other parts of the Internet. Communications are not directed in a unilateral fashion. Rather, communications are routed throughout the Internet on a best efforts basis in which some packets of information may go through one series of computer networks and other packets of information go through a different permutation or combination of computer networks, with all of these information packets eventually arriving at their intended destination. 2. Black boxes, for lack of a better term, connect the various networks; these boxes are called 'gateways' and 'routers.' The gateways and routers do not retain information but merely provide access and flow for the packets being transmitted. month and how an ISP would handle specific types traffic, including "mission critical" content that might require special treatment, particularly when network congestion likely may occur.
While consumer tiering addresses quality of service and price discrimination at the first and last kilometer, access tiering could differentiate how ISPs handle content upstream into the Internet cloud 9 that links content providers and end users.
Network neutrality advocates have expressed concern that the potential exists for ISPs to use diversifying service requirements as cover for a deliberate strategy to favor their own content and to extort additional payments from users and content providers threatened with intentionally degraded service. The worst case scenario envisioned by network neutrality advocates sees a reduction in innovation, efficiency, consumer benefits and national productivity.
Many network neutrality advocates speak and write in apocalyptic terms that allowing price and service discrimination will eviscerate the Internet and enable carriers to delay or shut out competitors and ventures unwilling or unable to pay surcharges. The head of a consumer group claims that incumbent telephone and cable companies' can reshape the nation's digital destiny by branding the Internet and foreclosing much of its societal and cultural benefits. 10 On the other hand, opponents of network neutrality reject as commercially infeasible scenarios where ISPs would unreasonably discriminate or degrade service. Network neutrality opponents 9
The Internet cloud refers to the vast array of interconnected networks that make up the Internet and provider users with seamless connectivity to these networks and the content available via these networks. also note that ISPs typically qualify for a regulatory "safe harbor"
11 that largely insulates them from regulation, because they operate as information service providers and not telecommunications service providers. While the latter group incur traditional common carrier, public utility responsibilities, including the duty not to discriminate, the former group enjoys quite limited government oversight in most nations.
Opponents of network neutrality see no actual or potential problems resulting from ISPs having freedom to discriminate and diversify service. The most caustic opponents to network neutrality scoff at the notion that an ISP would deliberately degrade service to some types of subscribers. Arguably in a robustly competitive marketplace any unnecessary degradation of service would motivate subscribers to "vote with their feet" and take their business elsewhere. Digital Subscriber Links provide Internet access via the copper wires initially used solely to provide narrowband telephone service. Telephone companies retrofit the wires to provide medium speed broadband services by expanding the available bandwidth by about 1500 kiloHertz. The FCC provides the following definition: "Digital Subscriber Line is a technology for bringing high-speed and high-bandwidth, which is directly proportional to the amount of data transmitted or received per unit time, information to homes and small businesses over ordinary copper telephone lines already installed in hundreds of millions of homes and businesses worldwide. With DSL, consumers and businesses take advantage of having a dedicated, alwayson connection to the Internet." Federal Communications Commission, FCC Consumer Facts, Broadband Access for Consumers, available at: http://www.fcc.gov/cgb/consumerfacts/dsl2.html. service 13 respectively. Despite vehement claims by ISPs that they would never disserve a customer the number of proven instances of service degradation has increased to a point where the threat is more than a matter of speculation or anecdote.
A. Network Neutrality Initiatives Conflict with the Internet's Evolution
The Internet commenced operations as a neutral, non-discriminating medium. However commercialization, technological development, increased diversity among users and proliferating service options collectively create the ability and incentive for ISPs to pursue price and service discrimination. The migration from government ownership, to government subsidization, and finally to privatization and commercialization has motivated ISPs to find new ways to generate more revenue. Technological innovations provide the means for ISPs to differentiate how it manages traffic flows, including the ability to prioritize specific bitstreams and to delay or even block delivery of "standard" traffic. As the nature and type of Internet user diversifies, ISPs seek to offer different service tiers with different prices on the basis of user requirements and intensity of need, e.g., premium rates for "power" users needing high bandwidth and timely delivery of packets.
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Cable modems provide Internet access using a small portion of the bandwidth available from cable television networks. "Cable operators have invested in major improvements or system upgrades to provide cable modem service. The typical upgrade employs a hybrid fibercoaxial (HFC) architecture. Most HFC systems utilize fiber between the cable operators' offices (the headend) and the neighborhood "nodes.' Between the nodes and the individual end-user homes, signals travel over traditional coaxial cable infrastructure. Part of the cable system, typically a 6 MHz channel, is dedicated to cable modem service. At each subscriber's home or office, a splitter and a high-speed cable modem are installed. The splitter separates signals and sends them to different cables going to the subscriber's television and computer. The cable that goes to the computer connects with a high-speed cable modem and an Ethernet card that are attached to the computer. This modem and card enable the cable system to communicate with the subscriber's computer, and vice versa. The intelligence behind Internet network routing sought to achieve efficiency and the ability to route around outages and congestion. Because all the ISPs in this phase had roughly the same characteristics and traffic volumes, their routing assignments generated approximately the same financial burdens.
Internet access in this first phase sought primarily to achieve better geographical reach and more users with little regard to the cost of access and who caused an ISP to incur such costs.
This promotional phase emphasized the accrual of positive networking externalities 15 so much so that the parties did not seek to monitor traffic flows. Because few ISPs existed, each having the same characteristics, and operating with government funding, the parties saw little benefit and significant cost in negotiating interconnection agreements and metering traffic.
In this first promotional phase all participating ISPs agreed to network "peering" meaning that they would provide reciprocal access to each other's subscribers in a free exchange of traffic that would take place at a few shared, "public" Network Access Points ("NAPs"). 16 The few
ISPs operating at this time agreed to receive traffic from the other ISPs for onward delivery to the final intended destination, or to another ISP in exchange for the same traffic acceptance and delivery commitment from the other ISPs. This interconnection commitment triggered no exchange of funds based on the "rough justice" expectation that an ISP would deliver roughly the same amount of traffic generated by other ISPs that it handed off for delivery by those ISPs.
In the vernacular of telecommunications carriers this arrangement constituted a "bill and keep"
and "sender keep all" arrangement, 17 because each ISPs retained all revenues it generated from traffic carriage regardless of whether it solely provided the transmission, or whether it handed off the traffic for carriage by other ISPs.
Phase 2: Privatization Creates a Hierarchy of Operators
NSF's glide path to privatization largely succeeded with former contractors achieving supremacy in both the ownership and operation of backbone networks and NAPs. MCI won the solicitation to take over the very high speed backbone network that previously had served NSFsponsored research institutions including Cornell University, supercomputer centers in Pittsburgh
17
"In a bill-and-keep or sender-keeps-all arrangement, each carrier bills its own customers for the origination of traffic and does not pay the other carrier for terminating this traffic. In a settlement arrangement, on the other hand, the carrier on which the traffic originates pays the other carrier to terminate the traffic. If traffic flow between the two networks is balanced, the net settlement that each pays is zero, and therefore a bill-and-keep arrangement may be preferred because the networks do not have to incur costs to measure and track traffic or to develop billing systems. As an example, the Telecommunications Act of 1996 allows for incumbent local exchange carriers to exchange traffic with competitors using a bill-and-keep arrangement. 
Phase 4: Retrenchment and a Proliferation of Interconnection Options
The dotcom bubble continues to have an impact largely because the vast investment in transmission capacity still imposes a price ceiling until such time as demand matches capacity.
While the downward trajectory of Internet transmission capacity costs has leveled off, anecdotal information proves that the burden of transit payment obligations constitutes a minor element relative to the overall cost of doing business.
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Even as telecommunications costs drop as a percentage of the total cost of doing business, ISPs continue to explore ways to reduce this expense, because new types of traffic trigger the need for more bandwidth. Peer-to-peer sharing of music and video files makes up a significant percentage of the growth in traffic volumes and despite efforts to reduce copyright piracy. The growth in broadband access from residences and small businesses also contribute to a renewed upswing in bandwidth requirements. Likewise the growth in electronic commerce, streaming audio and video services and wireless access to the Internet all contribute to increased bandwidth requirements.
Ongoing need to upgrade infrastructure to handle increasingly bandwidth intensive applications, creates a powerful financial incentive for ISPs to change the terms and conditions for service. Many ISPs initially offered an "all you can eat" unmetered service plan based on the correct perception that all but early adopters would need financial inducements to "test drive" the Internet. Now that the Internet marketplace has evolved, many ISPs see unmetered service as conferring an unnecessary windfall on high volume users to the detriment of the carrier and low volume users. ISPs perceive network neutrality initiatives as foreclosing pricing flexibility.
B. Wireless Network Neutrality
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"As a consequence of these changes, the share of costs for international connectivity for Australian ISPs has fallen from around 70% to about 10%." John Hibbard, John third parties under what critics deem a "walled garden" strategy: deliberate efforts to lock consumers into accessing and paying for favored content and services.
Just about every nation in the world has established policies that mandate the right of consumers to own their own telephone and to use any device to access any carrier, service or function provided it does not cause technical harm to the telecommunications network. Once regulators unbundled telecommunications service from devices that access network services, a robustly competitive market evolved for both devices and services. Remarkably wireless carriers in many nations, including the United States, have managed to avoid having to comply with this open network concept. Even though consumers own their wireless handset, the carrier providing service will operate only with specific types of handsets programmed only to work with one carrier's network. Carriers justify this lock in and high fees for early termination of service because the carriers sell wireless handsets at subsidized rates-sometimes "free"-based on a 19 two year subscription term. Of course the value of a two year lock in period offsets the handset subsidy, particularly in light of next generation wireless networks that will offer many services in addition to voice communications. In the United States wireless carriers sell more than 60% of all wireless handsets, typically when a subscriber commences service or renews a subscription.
No market for used handsets has evolved, because wireless carriers do not offer lower service rates for subscribers who bring their own phone, even though these subscribers do not tap into a handset subsidy.
Wireless network neutrality would require carriers to stop blocking the use of non-carrier affiliated handsets and locking handsets so that they only work on a single carrier network.
More broadly wireless network neutrality would prohibit wireless carriers from preventing subscribers' access to the the content, services, and software applications of their choosing. It also would require carriers to support an open interface so that handset manufacturers and content providers can develop equipment and services that do not have any potential for harming wireless carrier networks.
Opponents of wireless network neutrality consider the initiative unnecessary government intrusion in a robustly competitive marketplace. They claim that imposing such requirements would risk causing technical harm to wireless networks and such generate regulatory uncertainty that the carriers might refrain from investing in next generation network enhancements.
Opponents claim that separating equipment from service constituted an appropriate remedy when a single wireline carrier dominated, but that such compulsory unbundling should not occur when consumers have a variety of carrier options.
III. Reasons Why ISPs Oppose Network Neutrality
ISPs oppose network neutrality for a number of theoretical and practical grounds.
Fundamentally ISPs oppose network neutrality, because it would impose or threaten to impose government regulation, or at least legitimize a role for governments to establish and enforce rules.
Most ISP managers favor hands off, laissez faire governance, coupled with the view that ISPs operate in a competitive marketplace that can self regulate. More practically ISPs fear that actual or potential involvement and intervention by government would foreclose or at least condition operational flexibility.
In most nations ISP operate largely free of conventional telecommunications service regulation, based on the premise that they provide value-added, enhancements to telecommunication links. In the United States, ISPs qualify for an information service 20 "safe harbor" from to traditional, common carrier regulation under Title II 21 of the Communications Act, as amended. 22 Additionally U.S. ISPs qualify for a status that exempts them from liability 20 Information service is defined as "the offering of a capability for generating, acquiring, storing, transforming, processing, retrieving, utilizing, or making available information via telecommunications, and includes electronic publishing, but does not include any use of any such capability for the management, control, or operation of a telecommunications system or the management of a telecommunications service." 47 U.S. 
22
Common carriers, including providers of basic telecommunications services, must offer service on a nondiscriminatory basis, subject to numerous entry regulations, tariffing, and operating requirements. "A packet sniffer (also known as a network analyzer or protocol analyzer or, for particular types of networks, an Ethernet sniffer or wireless sniffer) is computer software or computer hardware that can intercept and log traffic passing over a digital network or part of a network. As data streams travel back and forth over the network, the sniffer captures each packet and eventually decodes and analyzes its content according to the appropriate RFC or other specifications." Wikipedia, Packet sniffer; available at: http://en.wikipedia.org/wiki/Packet_sniffer.
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"Cisco® Service Control technology offers service providers the ability to classify application traffic and identify subscribers while prioritizing and optimizing network resources. Using stateful deep packet inspection, operators can optimize traffic on their networks, thereby increasing efficient use of network resources, reducing costs, and maximizing capital investment. State-of-the-art bandwidth management can be applied to network traffic on a global, subscriber, or individual flow-level hierarchy, helping ensure that operators can better manage network resource distribution." Cisco, Optimizing Application Traffic With Cisco Service Control Technology, Solution Overview; available at: http://www.cisco.com/en/US/products/ps6150/prod_brochure0900aecd80241955.html. Additional differentiation could involve variable service quality, based on the ability to handle peak demand bursts as occurs in peer-to-peer networking, video gaming, delivery of large files and real time streaming of video programming. The ability to inspect traffic streams would make it possible for ISPs to identify priority traffic and to provide superior and preferential processing for a premium price. Most network neutrality advocates do not oppose such tiering of customers based on clearly established service differentials that parallel tiering in commercial aviation, e.g., different classes of service, and on some roadways, e.g., toll versus free lanes.
ISPs also want the ability to price discriminate upstream from end users into the Internet cloud all the way to sources of content. Such "access tiering" would offer different options for service providers, a more controversial matter, because ISPs might use network management tools to degrade standard traffic delivery even when conditions do not necessitate it to facilitate timely delivery of premium traffic. It makes perfect sense to former AT&T Chairman Ed Whitacre and other ISP executives to expect payment from all content providers every time their (publication pending).
traffic traverses an ISP network. 27 However, unlike their telephone companies which typically meter traffic and secure payment based on usage, ISPs typically do not meter traffic opting instead to negotiate peering agreements 28 that establish a reciprocal traffic carriage agreement without payment. In a peering agreement AT&T secures the lawful right to have its traffic carried free of charge by other carriers in exchange for agreeing to provide similar free access.
ISPs benefit from the streamlined and uncomplicated aspects of peering agreements, but these carriers also want the opportunity to single out large volume users of their networks, e.g., Google, and attempt to extract additional direct payments despite having agreed to carry such traffic as part of their peering agreements.
IV. The Need for Network Neutrality Rules
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"Now what they would like to do is use my pipes free, but I ain't going to let them do that because we have spent this capital and we have to have a return on it. So there's going to have to be some mechanism for these people who use these pipes to pay for the portion they're using. Why should they be allowed to use my pipes? The Internet can't be free in that sense, because we and the cable companies have made an investment and for a Google or Yahoo! or Vonage or anybody to expect to use these pipes [for] free is nuts!" At SBC, It's All About "Scale and Scope," BUSINESSWEEK, ONLINE EXTRA (November 7, 2005); available at: http://www.businessweek.com/@@n34h*IUQu7KtOwgA/magazine/content/05_45/b3958092.ht m.
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Little middle ground exists between net neutrality advocates and opponents, but practically speaking the Internet will continue to deviate from a one size fits all network. Accordingly one should consider net neutrality in terms a dichotomy between types of discrimination that make economic sense and will not harm consumers and those that constitute unfair trade practices and other types of anticompetitive practices.
Opponents of network neutrality correctly state that external, non-market driven constraints on their ability to price discriminate can adversely impact their incentive to invest in broadband infrastructure and their ability to recoup that investment. ISPs have avoided common carrier responsibilities and the Internet largely functions as a product of countless interconnection arrangements flexibly negotiated and executed free of government oversight.
ISPs correctly note that only in rare instances has an interconnection dispute triggered allegations of anticompetitive practices, or resulted in consumers losing access to a content source or email addressee as a result of network inaccessibility or balkanization.
On the other hand, network neutrality advocates have identified actual instances where ISPs unilaterally have blocked traffic, to reduce subscribers' network demand, handicap a competitor, punish ventures for not agreeing to pay a surcharge and to stifle criticism about the ISP and its parent corporation. 29 Even if one were to dismiss such evidence as anecdotal or exceptional, it appears that an ISP's ability to discriminate in the switching and routing of bits matches or exceeds the ease with which employees of electric generating companies were able to create artificial congestion and false bottlenecks and thereby accrue exorbitant profits. 
A. Permissible and Impermissible Discrimination
Many types of diversification in the pricing and provisioning of Internet-mediated services make economic sense and do not violate a reasonable expectation of network neutrality.
ISPs should have the conditional option of providing both end users and content providers with "better than best efforts" routing. Just as airlines offer first, business, and economy seating and On the other hand both content providers and consumers have a legitimate expectation that they should not experience dropped packets and degradation in service simply for having 30 "[I]n Load Shift, Enron traders submitted false energy schedules and bids to the California market to create the appearance of congestion on a transmission line. This would trigger payments attached to easing congestion and let Enron profit from its own lies when it used its transmission rights to ease the sham congestion." Mary Flood and Tom Fowler, The Fall of Enron: Ex-Trader Pleads Guilty To Schemes; Prison, Fines Likely In California Deals, The Houston Chronicle, Business, p.1 (Feb. 5, 2003) . declined to pay for a superior service tier. ISPs should not have the option to trigger delays and lost packets even in the absence of congestion. Regulators should devise network reporting requirements that require ISPs to identify the number and cause of instances where the public Internet so suffered congestion that an ISP had to drop packets and degrade service. An ISP should not partition its network in such a way as to all but guarantee that non-priority bitstreams experience lost packets and degradation of service quality even when it is possible for the ISP to avoid dropping any packets. False congestion 31 to punish, discipline or competitively outmaneuver competitors, or customers refusing to pay newly imposed surcharges, appears the same as the manufacture of congestion by energy traders employed by Enron keen on artificially raising prices. 32 Rather than threaten lawful or unlawful retaliation through delayed, degraded and dropped packets, incumbent carriers should market a superior Internet experience for high volume content generators and their customers. ISPs should offer such premium options on a fully transparent basis by disclosing all service options and by offering them to any subscriber.
V. Conclusions and Recommendations
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ISPs surely should have the option of offering a premium peak service that would offer higher likelihood of undropped packets and timely delivery even under truly congested conditions. See, Christopher S. Yoo, Network Neutrality and the Economics of Congestion, VANDERBILT UNIVERSITY LAW SCHOOL LAW AND ECONOMICS WORKING PAPER 05-28 (2005) ; available at http://papers.ssrn.com/sol3/papers.cfm?abstract_id=825669.
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"So Enron was also responsible for some of California's power crisis! What was then a profoundly corrupt enterprise manipulated the Golden State's power market to help create artificial shortages that would jack up prices. A particularly repellent example of this enterprise was Enron's so-called Death Star strategy, which, as a company memo put it, let Enron be paid 'for moving energy to relieve congestion without actually moving any energy or relieving any congestion.' In one case, Enron bought power in California at a capped price of $250 a megawatt hour and resold it in Oregon for $2,500. The company also "laundered" electricity to avoid federal price caps." Providence Journal-Bulletin (May 22, 2002) (retrived from Lexis-Nexis Academic Universe).
Technological innovations and the convergence of services available via the Internet create the ability and incentive for ISPs to diversify services. ISPs now can examine bitstreams and prioritize traffic, a capability that can accommodate subscribers' mission critical requirements just as it can degrade service to plain vanilla subscribers even in the absence of real network congestion. Regulators need to refrain from imposing public interest "safeguards" that restrict legitimate quality of service diversification. However these very same regulators need to remain vigilant against Enron-style tactics that create false congestion as the justification for degrading service to subscribers and content providers unwilling to pay for premium services.
ISPs should operate in a more transparent environment where they have to disclose all premium service options and report all instances where congestion forced them to drop packets and degrade service.
The network neutrality debate highlights a particularly contentious time in ICE policy making. Stakeholders appear to have little inclination to find a middle ground, and decision makers appear to have even less. Policy making has become predominated by sponsored research, politics, campaign contributions and rhetoric. In light of an apparent disinterest for the facts it comes as no surprise that the network neutrality debate highlights opposing perceptions about the impact from changes in the next generation Internet. Regrettably no unbiased fact finding appears readily available, because the issue has triggered intense lobbying and the use of hyperbole.
Network neutrality opponents have overstated the case that competition would remedy any and all instances of illegal network bias. A fully self-regulating Internet marketplace does not exist, nor can one confidently assert that the Internet marketplace would remedy all attempts at unreasonable network bias. On the other hand the Internet has not failed to function when network operators and content providers cut exclusive and preferential deals, or when network providers offer better than best efforts routing.
For better or worst the next generation Internet will adopt many of the biased networking characteristics of current vintage cable television and third generation cellular telephony. Cable and satellite television operators enjoy substantial freedom to cut special content delivery deals, but lawful "must carry" obligations impose affirmative carriage duties, notwithstanding cable operators' non-common carrier status. Commercial mobile radio service providers retain the common carrier, telecommunications service provider status, yet they can use new broadband carriage capabilities to deliver a biased, walled garden access to video and Internet content.
Regulators should agree to examine allegations of network bias and to evaluate the complaint from a public interest template that considers whether discrimination constitutes an unfair trade practice, or a reasonable attempt at diversifying and proliferating information services.
