In Asian countries, seals are widely used for authenticating the identity of a person or an organization. Therefore, the ability to efficiently verify whether a seal is either genuine or forged is important. Both rectangular and circular seal imprints are considered in this work. Geometric transformation is performed to align the perspective of the detected imprint image with the reference imprint. After the edgedifferences between the reference image and the detected image are computed, a distance transformation is applied to extract several kinds of weighting matrices. The edge-difference images are weighted elementwise with the edge-difference images to calculate some predefined similarity metrics which serve as the input to the SVM (support vector machine). The imprint is then determined to be either genuine or forged. The experimental results show the effectiveness of the proposed verification approach.
I. INTRODUCTION
In the financial industry, authenticating the identity of either an individual or an organization by verifying a seal imprint is a common and crucial task. People in Asian countries generally authenticate their identification with their private seals, imprints and proofs. In addition, seal imprints are often attached to documents with a non-repudiable legal status, as in the legal effects of the document is unaffected by a denial from the seal owners. In this kind of application, people still prefer to retain proof of the authenticity of their identification in a hard copy format.
Compared to other identity authentication technologies that have become popular in recent years, such as facial, iris and fingerprint recognition, seal imprints are more suitable for real-world applications. There are a number of reasons for this. First, since we need to retain the information in the application on paper, facial or iris recognition becomes infeasible. Second, it is not safe to directly retain the facial or iris image on paper without using some form of protection technology, such as a fuzzy commitment scheme. Third, using a seal is more convenient since we are allowed to appoint a third party to authenticate a document using our personal seal. Finally, using a seal is revocable, which means that if someone's seal The associate editor coordinating the review of this manuscript and approving it for publication was Aysegul Ucar . is forged by others, he or she can simply recall or replace the seal and use another one. Consequently, seal imprints stand as a pivotal matter in the financial industry.
In the financial arena, bank staff often have to discern a forged seal from a genuine one. However, imprint verification such as this is mostly performed manually in an actual banking scenario. Manual verification methods largely employ visual comparison between two overlapped imprints. From experience and visual inspection, the bank staff check whether the imprints that are artificially folded on-screen are from the same source seals. Therefore, it takes several minutes to verify a seal imprint, and this process is often prone to errors. Some research aimed at providing a solution to this issue has previously been carried out, as noted below.
An abundance of previous work, ranging from imprint extraction to its subsequent verification, has investigated issues related to seal imprint identification. The process starts from the detection and extraction of the seal imprint [2] - [5] , the registration or alignment [6] , to seal verification [1] , [7] - [9] . The authors of [2] and [4] transformed the color space for the seal imprint from RGB (red, green, blue) to HSV (hue, saturation, value), which would allow for more lighting changes in the extraction process. The authors of [3] projected the pixels onto an RGB color space axis to extract the seal imprints. The authors in [5] used a gray scale and saturation to binarize the images. A method proposed in [6] locates the four edges of an imprint by exploiting the outer contour of the frame before aligning the rotation and translation of the seal imprint. However, this study did not consider perspective distortion.
In [1] a between-seal distance-weighted correlation was first defined before applying it to a dataset that satisfies strict image quality constraints. In [7] , Horiuchi tackles a particular aspect of the seal classification problem. Albeit stable and insensitive to image quality variations, the algorithm proposed may fall short in its capability to flag a forgery with a pattern high in similarity to that of a genuine seal, e.g, a cloned seal. The authors of [8] proposed an algorithm that quantified the between-seal edge differences. This algorithm judges the authenticity of a seal by only counting the connected components of non-overlapped edges, and the between-edge distance is used solely for the removal of the edges that are classified as noise.
In [9] , histograms for the product of the length and the distance of non-overlapped edges are used as the input to a support vector machine (SVM). The intervals in the histogram may not be correct when the size of the images changes. There are also other issues related to the imprint under discussion, such as the OCR (Optical Character Recognition) for Chinese seal images [10] , [11] . To digitalize the content recorded in ancient Chinese books, seals engraved employing various fonts developed at different times are used to examine the performance of an OCR system.
In this work, we focus on developing an effective method for verifying whether or not a seal imprint is genuine. In order to achieve a verification method that is more apt, we propose methods that approximate the reference points for both rectangular and circular imprints. Note that the reference points are pairs of corresponding points in both the reference image and the detected image where a mapping relationship can be applied. For rectangular imprints, Hough transformation [12] is performed to approximate the imprint borders and the vertexes are determined as reference points, while for the density of pixels between the center of the imprint and the border in a circular imprint is utilized to determine the deflection angle between the reference imprint and the detected imprint. Then, the reference points are determined based on the deflection angle. After determining the reference points, geometric transformation is performed so as to adjust the perspective of the detected imprint image. Subsequently, after performing the calculations, the proposed features serve as an input vector to the SVM classifier. In addition, to formulate the comparison between the proposed and the existing methods, we evaluate them based on a dataset that comprises images composed of both genuine and cloned seals. The manufacture of the cloned seals involves carving a new seal using a laser based on scanned genuine seal imprint patterns. The recognition rate when using this method reaches 94.9%, whereas the rate for others methods typically scores below 90%.
The remainder of this paper will elaborate our proposed approach, and is organized as follows. In Section II, the details of conventional seal verification systems are discussed. In Section III, the processes involved from extracting the seal imprint image to calculating the similarity between the detected and the genuine imprints are described in detail. The collected test data for our experiment together with the experimental results are presented in Section IV. Finally, conclusions are drawn in Section V.
II. PRELIMINARY
This section focuses on the methods and processes usually applied in conventional seal verification systems. A typical verification system has two phases: the enrollment phase and the authentication phase. In the enrollment phase, users store the imprint images made using their own seals in a database. While in the authentication phase, the seal imprint is determined to be either genuine or forged. Seal verification typically includes the following four modules: seal imprint extraction, registration, feature extraction, and classification, as shown in Fig. 1 . The extraction of a seal imprint is performed first in both phases. In the enrollment phase, the extracted image is then stored in the database, while image registration is performed so as to provide the ability to align the detected image and a reference image in the authentication phase. Finally, the features proposed in [1] , [7] , [8] and [9] are employed to verify the seal imprints.
A. IMPRINT EXTRACTIONS
For conventional seal verification systems, the seal imprint image is first converted to a binary image. The detection algorithm locates the contours of the binarized image, along with the character features of the imprint. Given that the color and hue of the images are mostly based on an ink smudge, color information is considered less crucial in identification. Hence, the color space for the input image is transformed from RGB into monochrome (binary). In addition, the binarization procedure also removes a number of the noise or stain marks on the paper. Nevertheless, defining an apt threshold by referring to the RGB values is difficult. Thus, in [4] , the images are firstly converted from the RGB to the HSV color space. For example, given the values of a pixel (r, g, b)
in the RGB color space, we first convert them to the HSV space (H , S, V ) using the equations [14] :
Each pixel has a binary value set to 0, unless its corresponding HSV value falls within a predefined range, which causes the binary value to be adjusted to 1. A demonstration of an HSV histogram for determining the proper range can be found in [4] .
B. IMAGE REGISTRATION
Image registration is a process that is used to align multiple sources. Most verification methods are based on registration for the purpose of distinguishing slight differences between a genuine and a forged seal imprint image. In [1] , a simple registration method for rectangular seal imprints is proposed. The tilt angle and the center of the imprint are calculated for both the reference imprint and the detected imprint. Then, rotation and translation are applied in order to complete the image registration.
Note that in our proposed system, we obtain the coordinates for the reference points between the reference image and the detected images together with the deflection angle θ 0 so as to perform a geometric transformation on circular seal imprints. In [7] and [15] , the center of the imprint and the density of the pixels found in 360 sectors around the center are used to recover the rotation and translation information once the binarization process is complete in order to align the circular seal imprints. The pixel densities are denoted as f r (θ) and f d (θ ) for the reference image and the detected image, respectively, where θ denotes the angle from a reference direction. Fig. 2 shows an example of f r . Note that the circumference of the imprints is neglected when calculating the densities. Then, we establish the deflection angle θ 0 by determining the maximum value in the following formula:
where R( θ) = 360 θ =1 f r (θ)f d ((θ + θ) mod 360 ). The coordinates for the reference points can be written as follows: 
in which (X 1,c , Y 1,c ) and (X 2,c , Y 2,c ) represent the coordinates for the centroid of the reference imprint image and the detected imprint image, respectively. (X 1 , Y 1 ) and (X 2 , Y 2 ) represent the coordinates for the reference points, which are used to obtain the geometric transformation parameters.
C. FEATURE EXTRACTION
The following notations and parameters are used to describe the features and for computing the correlation between the seal imprints. In the following sections, we use MS to denote the model seal, or reference seal, and SS to denote the sample seal, or detected seal. E MS (x, y) and E SS (x, y) denote the pixel value at the position coordinates (x, y) in an aligned binary seal imprint image from the MS and the SS, respectively. Furthermore, to quantify the difference between the E MS and the E SS values, and thereby calculate the similarities, we need to define the left and right difference images, which are represented as L D and R D , respectively, in the following definition:
The nearest distance d(x, y) between a point (x, y) to a region of interest R is also used to quantify the features for verifying the seal imprints. In our application, the region of interest is composed of the pixels labelled as 1, and the distance d(x, y) can be obtained by performing a distance transformation [16] on the binary image, as shown in Figs. 3(a) and 3(b).
In [1] , the distance-weighted correlation for the stroke skeleton is used as a feature for verifying the seals. The stroke skeleton can be obtained by iteratively applying either the thinning algorithm [17] , or the distance transformation on binary images, and are denoted as E SS−S and E MS−S . Thinning is a morphological operation used to remove the edge of the objects in the binary images. In this application, the thinning algorithm is iteratively applied to the imprint images until the thickness of the objects in the images are a single-pixel. The skeleton of the object shown in Fig. 3 (c) is similar to an image where all of the pixel values are 0, except for the pixels labelled as 2 in Fig. 3 (d) . The correlation C is defined as follows:
where the weight w m and w s is defined based on the distance transformation for E SS−S and E MS−S , respectively. N M and N S are the number of the pixels labeled as 1 in the skeleton images E MS−s and E SS−s , respectively. In [7] , a similarity which is tolerant to the incompleteness of the seal imprints is proposed. The similarity EV is modified from a well known evaluated value EV as follows:
The modified evaluated value EV is designed based on the consideration that, in an ideal condition, without considering any variance caused by the ink or the stamping method, there would not be any right difference, i.e., R D (x, y) would be 0 for any (x, y) if the detected imprint image is from a genuine seal and the modified evaluated value EV would be 1.
The verification algorithms proposed in [8] and [9] , are also based on binarization and registration, although the preprocessing method is not mentioned in detail. The seals in both studies are classified based on their proposed features in order to quantify the ''edge-difference''. The difference images L D , R D , together with the distance of a point from its corresponding edge in another image, are used to quantify the difference between the seal imprints. Note that the connectivity of the ''edge-difference'' forms a crucial element in the proposed algorithm. Each element of a non-overlapped edge is represented by each connected component of the left and right ''edge-difference'' image. Via connected component analysis, M i denotes the length of the i-th element, which represents the area of the i-th connected component in the images for a left or right ''edge-difference''. The distance between the edge of each seal to its corresponding connected component is defined as the average distance of all pixels in the component from their own corresponding edges.
The characteristics of the ''edge-difference'' determined in [8] are as follows: The differences in the lengths of the non-overlapped edges for imprints generated by the genuine seal are generally slight, which stems from inconsistent stamping conditions or from minor distortions. In contrast, forged, or even cloned, seals usually contain continuous non-overlapped edges, given that the material combustion, which may be affected by the environmental temperature and the material density, is not entirely identical. In order to decrease the imprecise nature of the verification results for the seal imprint for both the noise and the stamping conditions, i.e., stains on the paper and the variance caused by stress and ink condition, the calculation of the distance d(x, y) from point (x, y) to its corresponding edge point is initially performed according to the distance transformation. Next, the distance d at the k-th pixel for each connected component is denoted as d k . Every d k in each i-th connected component is then averaged to D i , i.e, the distance between a seal edge and its corresponding connected component. The computation expression used to quantify the two parameters D i and L i is:
In [8] , only L max , which denotes the length of the longest nonoverlapped edge, i.e., max(L i ), was employed in the final step to check whether the SS was genuine. The average distance for the i-th element of the non-overlapped edge, D i , is merely adopted so as to remove any inaccurate edges resulting from the stamping conditions. In [9] , the histogram for the product of D i and L i is plotted, and serves as the input feature vectors for the SVM in order to verify the seal imprints. The product value is represented on the histogram along its horizontal axis, while a count of the connected components is presented along its vertical axis. There are 51 bars in the histogram representing the count of the edges that do not overlap with the product in (10, 12] , (12, 14] , . . . . . . (108, 110], (110, ∞).
III. PROPOSED SYSTEM
This section focuses on the methods and processes applied in our proposed verification system. The overall system is shown in Fig. 4 . In our proposed system, there are also two phases, enrollment and authentication. We adopt the The contours detected on the imprints, where (a) is the seal imprint image with the name '' '' captured using a camera, (b) is the binarization result of (a), (c) is the image after the morphological [19] operations are processed, and (d) is the contour identified from (c).
extraction method proposed in [2] and use a novel registration method that considers any geometric distortion. To process both rectangular and circular seal imprints, we additionally perform shape recognition. Then, vertexes for the rectangular seals are detected using a simple method, while the centroid and specific points on a circle are detected as reference points for circular seals by applying the method proposed in [7] . Finally, we propose several defined features as the input for the SVM to verify whether the imprints are genuine or forged.
A. IMPRINT EXTRACTION
First, the seal imprint image is converted into a binary image by following the binarization method proposed in [4] . Note that the formula is modified to the form:
The range defined by (17) is adequate for separating the two regions, the character and the background, of the imprint. 
B. SHAPE RECOGNITION
To enable our proposed system to recognize both circular and rectangular seals, we propose two pre-processing methods for each type of seal. By performing an ellipse fit on the imprint images, we can verify whether the imprints are from a circular or a rectangular seal. The set of points (X , Y ) on the outer frame contour of the ellipse satisfies the implicit equation:
For rectangular seal imprints, the outer frame contour doesn't fit the equation well since the four edges are not curves but beelines. We can verify whether the shape is a rectangle or an ellipse by assigning a threshold for the mean square error. Consequently, if parameter A is equal to parameter C, the seal will be defined as being circular.
C. LOCATING REFERENCE POINTS
We need to locate at least four pairs of reference points in both the reference seal imprint and the detected seal imprint in order to perform either a geometric transformation or a perspective transformation. In this section we introduce how we locate the coordinates for the reference points for both the rectangular and the circular seal imprints. The determination of the seal imprint vertexes is carried out by detecting the border of the rectangular seal image. However, the possibility that the seal imprint is incomplete needs to be taken into account, so an open operation [18] is performed aimed at verifying the closure of the seal imprint, as illustrated in Fig. 5(c) . The connected components are then labeled with all their pixel values set to 0, excluding those with the most connected elements within the region. Following this, the image is scanned from top-to-bottom and left-to-right. A determination of the border contours can then be achieved, as shown in Fig. 5(d) .
In attempting to improve the aptness and robustness of the process, Hough transformation is performed to recognize the lines from the contour. The lines are then categorized into four classes corresponding to each border. After the line categorization, a least-square linear regression is performed. Then, by intersecting the lines, we locate the vertexes and use them as reference points.
After determining the contour for circular seals, we can locate both the centroid and the radius of the imprints. Then, we can identify the coordinates for several points on the circle at specific angles as reference points using the method proposed in [7] .
D. GEOMETRIC TRANSFORMATION
The images must be aligned so as to make a comparison of any slight differences between the two imprints. In circumstances where the imprint is captured by a camera, the two images may differ in their perspectives due to differences in the camera position and orientation, as shown in Figs. 6(a) and 6(c). That is to say, geometric distortion may affect the comparison between the detected imprint and the stored image of the genuine imprint. In view of that, an alignment of the image is carried out after performing a perspective transformation process.
Following an approximation of the four pairs of reference points through the process described above, the parameters for geometric transformation can be estimated to describe the correspondence between two images. By utilizing these FIGURE 6. Perspective transformation to align the perspective of the image, where (a) is the detected captured seal imprint image, which is subject to geometric distortion compared to the image shown in Fig. 5(a) , (b) is the perspective transformation of (a), which aligns the perspective to that of the image shown in Fig. 5(b) .
parameters, the detected imprint is then mapped so that it aligns with the reference imprint. This transformation can be performed using the simple multiplication:
where, x and y are the coordinates of the points, and x and y are the coordinates of the deformed point. The matrix
is a rotation matrix that defines the rotation and scaling transformation.
is a translation vector, which simply defines the move along the axes, and v 1 v 2 is a projection vector, for affine transformation, where both v 1 and v 2 are 0. Note that, when performing geometric transformation, three or more reference points will be obtained in order to calculate the pairs of reference points.
E. SVM-BASED VERIFICATION 1) PROPOSED HYPOTHESES
After performing the seal alignment, any predefined similarities are calculated and serve as an input vector for the SVM. Before describing the similarities, we list the important characteristics for verifying seal imprints mentioned in prior works. In ideal conditions [7] :
However, in practical conditions, (20) does not always hold. The reason may be that the media we used when recording the pattern information on the paper contained an ink smudge, which could be considered as a kind of paint with stickiness and volume. While stamping the seal, the ink smudge may be attached in an unexpected position, as shown in Fig. 7 , and cause an R D to be recorded. In addition, as the ink was applied, the position of the smudge may be affected and cause an R D to be recorded in the surrounding region. The regions that are more likely to be affected are those near to the edge of the seals, since the ink smudge needs some substance for it to adhere. Therefore, we can make the reasonable hypothesis that for points p 1 and p 2 , which are separate from the edge of the seal at a distance d 1 and d 2 , respectively, and d 1 > d 2 , then
Further, in order to analyze the relationship between R D and distance d(x, y) = D T (E MS (x, y)), where D T ( * ) denotes the distance transformation, we calculate R p which denotes the rate of the number of pixels that differ from the MS at a certain distance d. The following is the expression of R p : Fig. 8 shows the estimated result from one of the imprints, denoted as R p,G and R p,F , respectively, reflecting the difference between the genuine and the forgery, and could, to a certain extent, be considered as evidence for our proposed hypothesis.
2) PROPOSED FEATURE EXTRACTION
The measurement of the similarities between the reference image and the detected image is made possible via a detection VOLUME 7, 2019 FIGURE 9. The scenarios for the differences between the MS and the SS, where (a) is the MS imprint, (b) is the difference between the MS and the genuine SS in R D , (c) is the difference between the MS and the forged SS in R D , (d) is the difference between the MS and the genuine SS in L D , and (e) is the difference between the MS and the forged SS in L D . metric that utilizes the quantified edge difference reported in [8] , where the feature D i is only employed for the removal of noisy edges. However, based on our proposed hypothesis that if, while comparing a seal imprint E SS to the reference seal imprint E MS , there are non-overlapped edges with a large D i value, the imprint would be considered as more likely being generated from a forged seal. Therefore, there may be some important information implied in D i . Improvements on precision are expected via the additional adoption of D i to describe the difference between the imprint images.
In [8] , the authors only use the distance from the MS to process the right difference R D . We attempt to improve this performance by using the distance from the SS. Considering the situation where there are some stains which are far from the edges in the MS, i.e., having a large D 1 value, as shown in Fig. 9 (b) , the classifier may be induced to regard the detected image as a forged seal imprint if there is no additional information. In [8] , the authors used two fixed thresholds to decrease the effect of this kind of noise. However, it was sometimes difficult to actually make a determination based on these thresholds. For example, if the number of elements in the component is just a little larger than the predefined threshold, the stains would not be detected. The performance when fixed thresholds provided in [8] and the intervals of the product provided in [9] were introduced, was not ideal in our experiment. Consequently, we attempt to add some additional variables to describe the components so as to make the problem easier to deal with. Here, we define the d 1 to d 4 as follows:
where D T (*) denotes the distance transform and T A (*) denotes the thinning algorithm, d 1 , d 3 and d 4 for the MS/SS are the distances from a point to its corresponding edge in the MS/SS, while d 2 for the SS/MS is the distance from a point to its corresponding background edge in the MS/ SS, respectively. In our experiment, either of d 1 and d 2 , or both, would be small in those noisy regions, and can decrease the effect of these regions without the need to define an actual thresholding value. Note that the only difference between d 1 , d 3 , and d 4 is that the distance transformation is applied on different images. For d 1 , the distance transformation is applied on the E MS , while for d 3 and d 4 , the distance transformation is applied on the skeleton of E MS |E SS and the skeleton of R D , respectively. The skeleton of the imprint is obtained by performing the thinning algorithm on the images. The similarities between the MS and the SS are defined and calculated on both a global and a local scale. In other words, the formulas that follow are applied to both the complete seal imprints and the divided imprints that contain just one character, such as ' '. The following discussion presents the similarities between the divided seals as 'S 
where R 1,L denotes:
The definitions for the similarities are as follows. For M × N images, S 1 is actually the mean of the distance for all pixels where R D = 1. S 1 is a modified form of the distance weighted correlation [1] . In [1] , only the distance is used to determine the weight of the pixels, and the denominator is the number of pixels which are labeled as an imprint in the MS and the SS, respectively. When attempting to reflect the difference contributed by R D , we only use the sum of R D as the denominator. S 1 is conducive to detecting any edges that are close to their corresponding seal edges. S 1 is expected to distinguish the difference between the scenarios shown in Figs. 9(b) and 9(c) . For a forged SS, S 1 should be larger based on the common idea that, in an ideal situation, any non-overlapped edges that are at a greater distance from the corresponding edges would be considered to be more likely generated from a forged seal. S 2 uses both the distance from the MS and the distance from the background of the SS to calculate the similarity, and is expected to be less sensitive to any stains. Any difference where there are a large number of connected pixels, but are extremely close to the edges in SS, i.e, where the width of the difference is small, would cause a smaller S 2 value. S 3 uses the distance from the background of the MS to calculate the similarity, and has a similar form to S 1 , but is more likely to be a degree to measure the incompleteness of the SS. For genuine seal imprints, S 3 is mainly contributed to by the ink condition, while, for forged seal imprints, both the ink condition and the difference between the pattern of the seals would be reflected. Differences caused by a difference between patterns could be considered as a kind of burst error, while differences caused by the ink condition are more likely to be a random error. The location of the error caused by the ink condition may be more irregular than the one caused by the difference between the pattern, as shown in Fig. 9(d) . Also note that we eliminate the border of the imprint before calculating S 3 , since the difference between borders is almost always caused by the ink condition and degrades the performance of our system. Note that in [4] , L D (x, y) and R D (x, y) are treated equally. However, as mentioned in [7] , the contribution of the two kinds of differences, L D and R D , should be different, and could be written as follows without considering the length and distance at a pixel. P(Forgery|R D (x, y) = 1) > P(Genuine|R D (x, y) = 1) (30) However, from heuristic knowledge, L D doesn't usually follow the relationship since it is more likely caused by the stamping conditions. Therefore, we attempt to treat them as different features to avoid degrading the performance of our system. S 4 is only used for verifying intaglio seal imprints (yin carved seals), and is less sensitive to the R D caused by the incompleteness of either the MS or the ink condition. In addition, an R D caused by the difference between the patterns of the seals may not be symmetrical and may cause the skeleton to be deformed while an error caused by the ink condition may not affect the skeleton. Therefore, S 4 may provide any additional information for identification. S 5 tends to reflect the width of the non-overlapped edges more directly. [S i− , S i− ,S i− , S i−total ] is the vector representation of the calculated similarities, where i ranges from 1 to 5. After receiving the information, the SVM outputs the classification score. The threshold for the output score then becomes a reference for verifying whether or not the SS is genuine. In practical applications, the samples are usually linearly inseparable in the input space. Therefore, we need a kernel function to map the samples to a higher dimensional space for the SVM. The SVM includes a Gaussian kernel where σ = 1.2 and a penalty factor C = 1.
IV. EXPERIMENT RESULTS
The test data for the seal imprints was gathered and created from physical seals. The experiment employed both rectangular-and circular-shaped seal imprints. Our experiment utilized Type S forged seals [20] , a kind of seal that is forged through scanning the genuine seal imprint and manufacturing a forged seal based on that genuine seal template. Type S forged seals are also known as cloned seals.
Furthermore, three genuine-forged seal pairs were made at the same seal carving store using a laser carving machine with fixed parameters and the same character template. As a result, the similarities between these seals are greater than those for seals carved at different seal-carving stores since the effects of the stamping conditions for the forged seals can be avoided and they have similar environment parameters as the genuine seal. Of these seals, a total of 100 genuine and forged rectangular imprint images, 50 each, were created by stamping using intaglio seals (yin carved seals), whereas the remaining imprints were garnered through yang carved seals, including 86 genuine and 100 forged circular imprint images. The construction of the data includes 937 genuine-seal-based rectangular images, 106 of which were constructed by stamping using intaglio seals (yin carved seals), including 47 genuine and 59 forged seals. For the circular seal imprints, 86 genuine imprints and 100 forged imprints were obtained using yang carved seals. A particular physical seal served as an imprint source for the test data under several conditions. For example, the seal is rotated and pressed at different angles and intensity during ink stamping. The camera is placed at various perspectives and distances during image capture. Hence, data could be obtained from many different compositions of translation, scaling and rotation. From the perspective of the forged imprints, an imprint judged to have a forged seal as its source means that the likeness between the original and detected imprints is low. This could be attributed to the fact that the two imprints have different name character components, or have the same name, but with detailed structural variances between the characters. This research aligned the SS to the MS and constructed the SVM input vector with the calculated similarities between the SS and the MS. The captured images were divided into both the training set and the testing set, with 60% in the former.
Some of the imprint images used in our experiment are shown in Fig. 10 . Because of the ink condition, the pattern retained on the paper when stamping was not always the same. In other words, there is a high intra-class variance. To quantify the difference between the genuine and the forged seal, we designed some similarities as features used in our classifier.
To verify the contribution of the features, we also used different combinations of features to respectively plot the ROC (receiver operating characteristic) curves as shown in Fig. 11 . In the experiment, we found that S 2 to S 5 do not behave as well as S 1 . However, the features could improve the performance when they were combined with S 1 . We also tried to use the features max(S i ), min(S i ), which denote the maximum or minimum value of [S i− , S i− , S i− , S i−total ], to improve the performance by ignoring some particular values. The AUC (area under curve) is calculated since the changes between some of the curves are not so obvious. The AUC could be increased from 0.9599 to 0.9844 when we combined min(S 3 ) with S 1 . By using the set of features [S 1− , S 1− , S 1− , S 1−total , max(S 1 ), max(S 2 ), min(S 3 )], the AUC can reach 0.9891. Furthermore, the AUC can be up to 0.9900 if we apply the feature max(S 4 ) and min(S 5 ) to yin carved seals and circular seals, respectively. The reason why max(S 1 ), max(S 2 ) and min(S 3 ) perform better than when using min(S 1 ), min(S 2 ) and max(S 3 ) may be explained as the features max(S 1 ) and max(S 2 ) help to extract the region which differs more than other regions. The feature min(S 3 ) avoids using information from those regions which are highly affected by noise.
Note that we performed both the user-dependent and the user-independent methods. The differences between a user-dependent and a user-independent system are shown in Fig. 12 . For a user-dependent system, the models are obtained by only using training data from a user, and the model will only be applied to verify the testing data claimed to be from the user. Therefore, there would be N different SVM models for N users. For a user-independent system, the training data from multiple users will be employed to create the model, and the model will be applied on all testing data. This is a common concept and is usually discussed in the research into other verification systems such as the signature verification system presented in [21] , but the concept is rarely mentioned in other research into seal imprint verification. The user-independent approach is more convenient for users since it doesn't require each user to provide a large number of samples to train their own classifiers. However, there is usually a trade-off between accuracy and convenience, i.e., a user-independent system can usually not perform as well as a user-dependent system.
It can be observed in Fig. 13 that the proposed userdependent method boosts the recognition accuracy rate to 95.51%, with the false positive rate (FPR) and the true positive rate (TPR) being recorded as 3.76% and 94.79%, respectively.
The set of features determined as mentioned previously is used, and a grid search is also applied in order to train the user-independent model. The results are shown in Fig. 14.  FIGURE 14 . ROC curves for both the proposed method and the existing methods performed user-independently on the studied dataset, including both rectangular and circular imprints. The best accuracy rate for our proposed system is degraded to 92.38% when the FPR was 7.29% and the TPR was 92.06%, respectively, while the accuracy of other methods is lower than 81%.
We also compared the recognition rate when respectively applying the user-dependent method to both rectangular and circular seal imprints, as shown in Figs. 15 and 16. Fig. 17 then illustrates our attempt to identify whether our model could discriminate the difference between a genuine seal and the strictly cloned seal that was forged using the same pattern template and a laser carving machine with fixed parameters. The best accuracy rate for our proposed system degraded to 90.48% when the FPR was 1.64% and the TPR was 82.61%, respectively.
Note that the parameter σ and the penalty factor C were obtained by using a grid search of the accuracy rate together with the AUC for the ROC curve over a range of σ and C values. We performed a grid search and a 10-fold cross validation on the training set, and a set of values for C = {0.1, 0.5, 1, 5, 10, 50} and σ = {0.1, 0.2, 0.5, 1.2, 5, 10, 20, 50, 100} were used for the grid search. When comparing the performance of our method with the methods proposed in the past, we used the similarities proposed in previous papers as the input for the SVM. Since the parameters σ = 1.2 and C = 1 are not suitable for those methods, we also performed a grid search for them. Table 2 compares the computational complexity between the feature extraction methods and this work. The table displays the calculation and records for the average time costs for each main process. It is worth noting that [1] and [7] performed distance transformation twice for both E MS and E SS , whereas our method only performed it on E MS . In the table, the Remaining category encompasses processes that require detailed calculations, including summation, array multiplication, logarithms, and division and weighting, which generally hold for each feature a linear time complexity.
V. CONCLUSION
In order to advance the automation and suitability of the seal identification process, we have proposed a method based on morphological operations, Hough transformation, and regression analysis for the approximation of the reference points for rectangular imprints, while we utilize the density of pixels between the center of an imprint and the border of a circular imprint to determine the deflection angle. We then locate the reference points based on this angle. After determining the reference points, geometric transformation is performed to adjust the perspective of the detected imprint image. The SVM input vector is the calculated similarities after the alignment of both imprints. The performance when applying our method to both user-dependent and the user-independent approaches is shown. This method is simple, but is apt in enabling accurate seal imprint verification, even for those obtained from seals carved using the same pattern template and a laser carving machine based on the same parameters. 
