Abstract-The Beckmann distribution is a general multipath fading model for the received radio signal in the presence of a large number of scatterers, which can thence be modeled as a complex Gaussian random variable where both the in-phase and quadrature components have arbitrary mean and variance. However, the complicated nature of this distribution has prevented its widespread use and relatively few analytical results have been reported for this otherwise useful fading model. In this paper, we derive a closed-form expression for the generalized moment-generating function (MGF) of the signal-to-noise ratio (SNR) of Beckmann fading, which permits to circumvent the inherent analytical complexity of this model. This is a new and useful result, as it is a key for evaluating several important performance metrics of different wireless communication systems and also permits to readily compute the moments of the output SNR. Thus, we obtain simple exact expressions for the energy detection performance in Beckmann fading channels, both in terms of the receiver operating characteristic (ROC) curve and of the area under ROC curve. We also analyze the outage probability in interference limited systems affected by Beckmann fading, as well as the outage probability of secrecy capacity in wiretap Beckmann fading channels. Monte Carlo simulations have been performed to validate the derived expressions.
I. INTRODUCTION

B
ECAUSE of the presence of multiple scatterers, the radio signal in wireless environments is built from the superposition of a number of individual waves, each with a certain amplitude and phase. Thus, the complex baseband signal (or, equivalently, field) of a wireless channel can be expressed as
where R is the amplitude and the phase of the resulting signal, and A i and φ i denotes, respectively, the amplitudes and phases of the individual components. By assuming a sufficiently large number of paths, and by virtue of the Central Limit Theorem [1] , the received signal can be modeled as a complex Gaussian random variable (RV), which can thence be written as v = X + jY . This topic was originally addressed by Beckmann [2] , [3] in its more general form by assuming arbitrary mean and variance for the real and imaginary parts of v, i.e., X ∼ N (μ x , σ 2 x ) and Y ∼ N (μ y , σ 2 y ), being X and Y independent. 1 This corresponds to the most accurate way to characterize the scattering of electromagnetic waves from rough surfaces [5] , on which the distribution of the received signal envelope R = |v| is that of the modulus of a complex Gaussian RV.
The Beckmann distribution includes the most popular classical fading models used in practice, such as the Rician [6] , Hoyt (Nakagami-q) [7] and Rayleigh distributions, as particular cases. Unlike other state-of-the-art envelope fading models [8] , [9] , the effect of imbalances in the line-of-sight (LOS) and non-LOS (NLOS) components is considered at the same time. Thus, the Beckmann fading model effectively captures the correlation between the amplitudes and phases of each ray component in (1) [10] . Besides, it allows for modeling LOS propagation conditions with a Hoyt-distributed diffuse component, which accurately fit field measurements in different scenarios [10] - [12] . However, the distribution of the signal envelope R has a very complicated form, being its chief probability functions, namely probability density function (PDF) and cumulative density function (CDF), unavailable in closedform [4] , [5] , [13] . This fact has hindered the performance evaluation of wireless communication systems operating under this otherwise intuitive and physically-justified fading model. For this reason, and despite remarkable efforts have been made in order to analyze different performance metrics such as capacity, error probability, level crossing statistics and outage probability under Beckmann fading [14] - [16] , there are still many communication-theoretic open problems which remain unexplored when Beckmann fading is considered.
The contribution of this paper is two-fold: we derive a closed-form expression for the generalized moment generating function (MGF) of the signal-to-noise ratio (SNR) under Beckmann fading, which is given in terms of elementary functions and from which the moments of the output SNR can be readily obtained. We then illustrate the applicability of the generalized MGF in three different scenarios of interest, and for which the performance under Beckmann fading has been largely unknown: (1) energy detection, (2) outage probability with co-channel interference in interference limited scenarios, and (3) physical layer security.
The remainder of this paper is structured as follows: in Section II, we derive the generalized MGF of the SNR of the Beckmann fading, which will enable the analysis of the aforementioned scenarios. Then, in Section III we provide analytical expressions for the probability of detection of unknown signals in Beckmann fading channels, as well as for the area under the receiver operating characteristic (ROC) figure of merit. Section IV is devoted to analyze the outage probability in Beckmann fading channels in the presence of interference. Section V investigates the physical layer security performance, in terms of the outage probability of secrecy capacity, when the wiretap link is affected by Beckmann fading. Numerical results are given in Section VI, whereas the main conclusions are outlined in Section VII.
II. STATISTICAL ANALYSIS
A. Preliminary Definitions
We first present some definitions which will be of later use in the analysis.
Definition 1 (Generalized MGF): Let ξ be a continuous non-negative random variable with PDF f ξ (·). The generalized MGF of ξ is defined as
where E {·} denotes the expectation operator.
In the sequel, we will assume n ∈ N. Note that in this case the generalized MGF coincides with the n th order derivative of the MGF φ ξ (s) E e ξ s = φ
ξ (s), and the n th order moment of ξ is readily obtained as
, being X and Y independent. Then, the RV R = |v| representing the signal envelope in (1) is said to be Beckmann distributed, and its PDF is given by [2, eq. (31) ]
The Beckmann distribution includes the most popular fading distributions such as Rayleigh, Hoyt and Rician as particular cases, by simply specializing the four parameters μ x , μ y , σ x and σ y . For convenience of discussion and in order to facilitate the physical interpretation, an alternative definition for the parameters of the Beckmann distribution is usually preferred [17, TABLE I   CONNECTIONS BETWEEN BECKMANN FADING AND OTHER FADING  MODELS IN THE LITERATURE. THE BECKMANN FADING  PARAMETERS ARE UNDERLINED TO AVOID  CONFUSION WITH THE SPECIAL CASES and σ 2 y . Then, the following parameters are defined in order to univoquely define the Beckmann distribution:
The parameter K accounts for the ratio between the LOS and non-LOS (NLOS) power, similarly to the definition of the Rician K parameter. In the same way, the parameter q measures the power imbalance between the in-phase (I) and quadrature (Q) NLOS components as in the Hoyt (Nakagami-q) fading model. The parameter r also indicates a power imbalance between the I and Q components, but now for the LOS component. 2 Finally the parameter can be regarded as the average received power = E |v| 2 = E R 2 . The connection between the Beckmann distribution and the special cases included therein can easily be set by using the previous definitions for q, r and K , and is formally stated in Table I .
B. Beckmann Fading Statistics
In most communication-theoretic scenarios the distribution of the SNR is of more convenience than the distribution of the signal envelope, as many different performance metrics are a function of the received power or the SNR. We now derive the generalized MGF of the received SNR under Beckmann fading.
Lemma 1: Let R be a Beckmann distributed RV with E R 2 = . Let γ R 2 E s /N 0 be the received SNR under Beckmann fading, where E s is the symbol energy and N 0 is the one-sided AWGN power spectral density, and let γ = E s /N 0 denote its average. Then, the generalized MGF of γ , φ (n) γ (s), is given by (6) , as shown at the top of the next page.
Proof: See Appendix A. This expression is new in the literature to the best of our knowledge. Unlike the Beckmann PDF or CDF, the generalized MGF of the SNR in Beckmann fading has a closed-form expression. As we will later see, this has important relevance in
practice, enabling the analysis of different performance metrics without any increase in complexity when compared to the simpler cases of Rayleigh, Hoyt or Rician fading. It is easy to check that when n = 0, (6) 
Proof: The proof follows directly from (6) by just considering the equality μ n = φ (n) γ (0). To the authors' knowledge, this result has not been reported previously in the literature. The moments of the output SNR permits to evaluate high-order metrics of the SNR, which can be easily derived in closed-form from our result. This is particularly relevant in situations where the PDF is not known in closed-form (i.e., the case of Beckmann fading), as much statistical information can be extracted from them. These metrics include the skewness and the kurtosis, as well as the amount of fading (AoF). The AoF is defined as the SNR variance normalized to its squared mean, and represents a measure of the severity of a fading channel. This parameter provides information about the system performance in a simple way as, typically, the higher its value, the worse the system performance. Using (7), the AoF can be found to be given in Beckmann fading by
It can be checked that for K = 0 (Hoyt fading), (8) reduces to the AoF expression given in [17, eq. (2.14)], while for q = 1 (Rician fading), (8) reduces to [17, eq. (2.19) ]. Note that, from the obtained expression, it is clear that as K increases, the AoF is reduced, as expected. Also, it is interesting to note that, when q = 1, parameter r disappears from the expression, i.e., the in-phase and quadrature imbalance of the LOS component has no effect in this case.
III. PERFORMANCE EVALUATION FOR ENERGY DETECTION
The problem of detecting a signal of unknown form in the presence of noise is a classical problem in communication theory, ever since the detection of unknown but deterministic signals using an energy-measuring device was studied by Urkowitz [20] . In this work, we build upon the approaches introduced in [21] and [22] to analyze the performance of energy detectors under Beckmann fading, providing analytical expressions for the most useful performance metrics: the probability of detection and the area under the ROC curve (AUC). For the reader's convenience, we present the underlying statistical problem before presenting our main results for energy detection under Beckmann fading.
A. Hypothesis Test
In order to detect an unknown deterministic signal s(t), two hypotheses are considered for the receive signal y(t) [20] ,
where h denotes the channel gain and n(t) is the one-sided AWGN with power spectral density N 0 . Under the null hypothesis H 0 , the channel is not occupied by any user signal and there is only noise. The alternative hypothesis H 1 denotes signal presence and both noise and the transmitted signal are detected at the receiver. Initially, h · s(t) is considered to be approximately constant during the evaluation time interval. Hence, after pre-filtering and sampling, the energy detection decision variable [20] , [21] ,
follows a central χ 2 2u distribution under H 0 , and a non-central χ 2 2u (2γ ) distribution under H 1 , where 2γ is the non-centrality parameter, γ denotes the instantaneous SNR and u = T W is the product of the one-sided bandwidth W and the observation time interval T , which can be easily adjusted so that u ∈ N. The probability of detection is defined as P d = Pr{Y > λ|H 1 }, whereas the probability of false alarm is defined as P f = Pr{Y > λ|H 0 }, and can be evaluated as [23] 
where λ is the energy detection threshold, (10) actually denotes the probability of detection conditioned to a particular realization h of the fading channel, or, equivalently, a particular realization of the instantaneous SNR γ .
B. Average Detection Probability in Beckmann Fading
The average probability of detection P d can be calculated by averaging the instantaneous probability of detection given in (10) over the SNR realizations. Thus, assuming that the PDF of the SNR is denoted as f γ (γ ), we can write
In the following derivations, we leverage the approach in [21] to obtain an analytical expression for (12), on which using the series expansion of the generalized Marcum-Q function given by
the average detection probability can be obtained by combining (13) and (12), yielding
where φ (n) γ (s) is the generalized MGF of γ . Then, the average detection probability of an energy detector in Beckmann fading can be obtained by plugging (6) into (14) . The so-called ROC curve is obtained by representing P d vs. P f , for different values of u and λ. Note that P f = P f , as given in (11), as the false alarm probability does not depend on the SNR. Alternatively, a complementary ROC curve is obtained by representing P m = 1− P d , defined as the probability of missed detection (i.e., failing to detect a signal which is present in the channel) vs. P f , which can be interpreted in a simple way: the lower the complementary ROC curve, the better system performance for energy detection. The convergence of the infinite series expression evaluated when computing P m (equivalently P d ) is analyzed in Appendix VII.
C. Average Detection Probability With Diversity Combining
In the previous analysis, we assumed a single-antenna configuration for the energy detection receiver. However, in order to improve the SNR in the presence of fading, diversity combining techniques which make use of multiple antennas are widely used. Depending on the strategy used for the combination of the multiple signals at each branch, different performances can be attained. We now study the effect of using maximal ratio combining (MRC) and squarelaw combining (SLC) on the energy detection performance, considering receivers equipped with L antennas.
1) Maximal Ratio Combining (MRC):
Because it is a coherent combining method, this technique requires channel knowledge, and the received signals are combined before the detection process (pre-detection combining). Thus, an important advantage of the energy detection (i.e., the unnecessary channel knowledge) is lost at the expense of an expectable better performance. However, the study of the energy detection performance under MRC is indeed useful as an upper-bound indicator of the achievable performance [25] .
In MRC, the instantaneous combined SNR is given by 
where (14) and (15), P d becomes
where in the last equality we assumed that u ∈ N. Under this scheme, P f is also given by
2) Squared Law Combining (SLC): This is a post-detection combining method, that is, the decision variable is combined after sampling [1, Sec. However, the number of samples to be considered is not u but Lu. Hence, P d and P f become, respectively [21] ,
D. Area Under the ROC Curve
An alternative method to evaluate and compare the system performance for energy detection is the area under the ROC curve (AUC), as introduced in [25] . The use of an alternative figure of merit to describe the performance of an energy detector is motivated by the difficulty of comparing the ROC curves for two different detectors, as their ROC curves may cross. Besides, while ROC curves plot the detection probability vs. the false alarm probability, the AUC encapsulates all this information in a single performance metric.
The AUC (or equivalently, the complementary AUC if P m is used) is defined as
Note that the threshold value λ varying from 0 to ∞ implies that P d varies from 1 to 0. The AUC metric, however, takes values in the range [0.5, 1]. When conditioned to a particular channel state (i.e. conditioned to a given γ ), the AUC is expressed as [22, eq. (10) ]
Therefore, the average AUC for u ∈ N can be obtained by averaging (21) over all possible channel states, yielding
Note that (22) , which was originally given in [22, eq. (13)], allows for obtaining the average AUC for any arbitrary fading distribution in a simple way, provided that the generalized MGF is known. Thus, we obtain the average AUC when considering Beckmann fading by using (6) in (22) , which is a new result that has not been previously reported, to the authors' knowledge. This result can be extended to include multiple receive antennas performing a certain diversity scheme in the same way as in the detection probability result presented in the previous subsection. We must note that in order to evaluate the average AUC, only a finite number of elementary functions is needed; thus, the expression for the average AUC here obtained is of similar complexity to the ones obtained for the Rician scenario [22] , and simpler than the ones obtained in [27] for Hoyt fading, which are particular cases of our result. When compared to the available results for generalized fading channels [28] - [30] such as κ-μ, η-μ and α-μ, they are all given in terms of a finite summation. However, the evaluation of hypergeometric or Meijer-G functions is not required in our case unlike when considering η-μ or α-μ fading and u ∈ N.
IV. OUTAGE PROBABILITY IN INTERFERENCES LIMITED SCENARIOS
We now consider the problem of evaluating the outage probability (OP) in an interference limited scenario, considering a single-antenna transmitter and a L-antenna receiver, as well as N interfering signals. In this scenario, the receive baseband vector before combining is given by [31] 
where all the vectors have dimension L, h 0 is the channel gain of the desired signal, h i is the channel gain of the i th interfering signal, b 0 and b i are, respectively, the transmitted symbols from the desired and i th interfering user which, for simplicity, we suppose to be normalized, |b j | = 1, j = 0, 1, . . . , N. P i is the received power for the i th interfering signal. We also assume that all signals undergo slow flat fading, and perfect knowledge of the instantaneous channel state for the desired signal is considered, thus allowing the use of a coherent detection technique such as MRC. In order to consider the most general situation for the fading affecting the desired signal, we assume that the L components of h 0 are independent and non-identically distributed (i.n.d.) complex Gaussian random variables where both the in-phase and quadrature components have arbitrary mean and variance, i.e., |h 0 j |, being h 0 j the j th component of h 0 , is Beckmann distributed. We also assume that the set of N interfering signals undergoes Rayleigh fading, which is coherent with the assumption that co-channel interference arrives at the receiver through a NLOS path. Thus, the components of h i are i.i.d. complex Gaussian random variables with zero mean and unit variance.
After MRC combining, the signal-to-interference ratio becomes [32, eq. (5)
with
The superscript H represents the Hermitian operator for a complex vector. It is demonstrated in [33] that if the elements of h i are i.i.d. zero mean unit variance complex Gaussian random variables, then ν i = h H 0 h i / h 0 and h 0 are mutually independent and ν i is a zero mean unit variance complex Gaussian random variable. Hence, Y is a sum of exponential random variables.
In an interference-limited system, given a threshold β, the outage probability can be calculated as (27) where F Y (·) is the CDF of the output interference and f X (·) is the PDF of the output signal from the desired user. As it is demonstrated in [34, eq. (14)], P out can be calculated as
where γ m represents in this case the received power of the desired signal at antenna m, undergoing Beckmann fading, J is the number of different interfering signals, each one with multiplicity n i , therefore (15) and
where now A is the set of J-tuples
and φ (n)
γ m (·) represents the generalized Beckmann MGF. Therefore, as a direct application of Lemma 1 we obtain the desired outage probability in closed-form by simply introducing (6) into (28) . This is also a new result in the literature to the best of our knowledge.
V. PHYSICAL LAYER SECURITY
In this section, we aim at analyzing the secure communication between two legitimate peers (Alice and Bob, being Alice the transmitter) over a wireless channel in the presence of an external eavesdropper (Eve) that observes their communication through a different link. Specifically, we use γ b to denote the instantaneous SNR at Bob, and γ e to denote the instantaneous SNR received at Eve. In this set-up, the secrecy capacity C s for a Gaussian wiretap channel is defined as [35] 
which can be regarded as the maximum rate that can be transmitted through the legitimate link while maximizing Eve's uncertainty about the transmitted message. For simplicity, we assumed a normalized bandwidth B = 1 in the previous capacity definitions. As in [36] , we assume perfect channel state information (CSI) at Alice and Bob for the desired (legitimate) channel, but no CSI knowledge about the wiretap channel. However, Eve indeed has access to perfect CSI for the wiretap channel. In this situation, it is not possible to guarantee perfect secrecy because of the absence of Eve's CSI at Alice; instead, Alice transmits at a rate R s and assumes a certain capacity for the wiretap linkĈ e = C b − R s , so we have a probabilistic measure of the link security given by
This metric can be regarded as the probability of a successful secure transmission, whereas the probability Pr {C s < R s } is usually referred to in the literature as the outage probability of secrecy capacity (OPSC). Then, P s can be computed as We consider that the legitimate link is affected by Nakagami-m fading. Then, for m ∈ N its CCDF is given by:
Thus, from (32) and (33), after some manipulations, we obtain
where φ (n) γ e (s) is the generalized MGF of the SNR at Eve. Thus, using Lemma 1 we directly have the expression for P s when the wiretap channel is affected by Beckmann fading. Note that the probability of strictly positive secrecy capacity, defined as Pr {C s > 0}, can be computed from (34) by setting R s = 0.
VI. NUMERICAL RESULTS
In this section, we present some numerical results of the derived theoretical expressions in order to assess the performance of the considered wireless communication systems experiencing Beckmann fading. We have performed Monte Carlo simulations in order to validate the theoretical results, which are included in the figures with marker dots.
A. Energy Detection
In Fig. 1 , complementary ROC curves are depicted in order to analyze the influence of the number of diversity branches in the energy detection performance, as well as the influence of the sampling policy. The ROC curves decrease in a very appreciable manner when the number of branches increases, considering that the received signals per branch experience i.i.d. Beckmann fading. For the same receive array size, the MRC strategy shows a better behavior than SLC, at the expense of requiring a precise channel knowledge. Moreover, the higher the number of diversity branches, the more significant the improvement of MRC. Monte Carlo simulations show a perfect agreement with the theoretical results.
In Fig. 2 , the influence of fading severity is evaluated. As expected, the probability of missed detection is much lower in the high-SNR regime (γ k = 25dB); however, it is also relevant how the fading severity and the sampling policy increment their influence at this regime. Conversely, in the low SNR-regime (γ k = 5dB) the differences are smaller. Indeed, MRC shows again a better performance than the SLC policy In Fig. 3 , the performance of the energy detection schemes is now evaluated for the average AUC figure of merit. The MRC and SLC sampling policies have been considered, as well as different parameter values for K , q and u. Once again, we can see that the AUC curve for MRC is always above the equivalent one for SLC, which implies a better detection performance. We also observe that increasing the fading severity decreases the detection performance for both MRC and SLC. Finally, as reported in [25] , increasing the number of samples u decreases the AUC for a given SNR per branch. The average AUC metric encapsulates the joint effect of P d and P f , which both increase with u. This behavior is explained by noting that P f increases faster than the detection probability P d , resulting in a lower overall detection capability.
B. Outage Probability in Interference-Limited Scenarios
Results for this scenario are shown in Fig. 4 . We consider four interfering signals subject to Rayleigh fading with J = 2, n 1 = 2, n 2 = 2, and average powers per branch, P 1 = 0.2, P 2 = 0.3 according to the definitions in Section IV. The desired signals at every receive antenna undergo Beckmann fading and are assumed to be i.i.d.
Starting with an initial set of parameters labeled as 'basic parameters' (q = 0.5, K = 2, r = 0.5, L = 3), we show results when one of these parameters is varied at a time. It can be observed that increasing the LOS power (K ), the number of diversity branches (L) and the circular symmetry of the diffuse component (q → 1), improves the OP performance. For the sake of clarity in the figure, we have not included variations on r ; however, the effect of increasing/decreasing r is similar as increasing/decreasing q (i.e., performance improves as r → 1). It can also be observed that Monte Carlo simulations show an excellent agreement with the theoretical data.
C. Physical Layer Security
We now evaluate the physical layer security performance attending to the probability of achieving a secure transmission P s (non-outage probability), when the wiretap channel is affected by Beckmann fading. As indicated in Section V, we assume that the fading in the legitimate link can be modeled with the Nakagami-m distribution. In Fig. 5 and 6 , P s is represented as a function of the average SNR at the legitimate receiver for different values of the fading parameters in both the legitimate and wiretap channel. We consider that the average SNR of the eavesdropper is maintained constant. Fig. 5 represents the non-outage probability for a given threshold R s = 1, while Fig. 6 show results for the strictly positive secrecy capacity, i.e., R s = 0. In these figures, we call 'standard fading' to the following set of Beckmann channel parameters: q = 0.9, K = 5, r = 1, γ e = 0 dB, where γ e is the average SNR for the eavesdropper. Analogously, we call 'severe fading' to the following set of Beckmann channel parameters: q = 0.1, K = 1, r = 1, γ e = 0 dB. Both figures show a somewhat different behavior. In the low SNR regime (say γ b < −10 dB), Fig. 6 shows that, when the fading experienced by Eve becomes less severe, P s is also lower for the same average SNR at Bob. The behavior is due to the fact that when γ b becomes very low, the eavesdropper conditions are dominant, as we could expect. However, in the high SNR regime the behavior is just the opposite, and the fading experienced by Bob determines the value of P s . In fact, as pointed out in [37] , in the high SNR regime the probability of achieving a secure transmission is independent of the distribution of the SNR at Eve, being only affected by its average value γ e . which can shift the curves to the right or to the left. From Fig. 5 , we can observe a similar behavior at high SNR regime, obviously shifted by the threshold R s effect. In the lower SNR regime, when γ b is no longer dominant, as γ e is constant and P s = Pr {C b > R s + C e }, the weight of C e can be limited by R s , which does not happen when R s = 0.
VII. CONCLUSIONS
In this work, we have found a closed-form expression for the generalized MGF of the SNR in Beckmann channels in terms of elementary functions, from which all the moments have also been derived. In order to demonstrate the usefulness of our result, we have used it to analyze the energy detection performance in Beckmann fading channels, both in terms of the receiver operating characteristic (ROC) and of the area under ROC. We also analyzed the outage probability in interference limited systems affected by Beckmann fading, as well as the probability of secrecy capacity in wiretap Beckmann fading channels.
For the energy detection, numerical results show the influence of the receiver combining strategy and the Beckmann fading parameters. As a general conclusion, any imbalance between the underlying Gaussian RVs inherent to Beckmann fading, either in the LOS (parameter r ) or diffuse (parameter q) components, has a negative impact on the detection probability compared to the balanced cases (r = 1 or q = 1).
For the outage probability in interference-limited scenarios, we show how the OP performance improves when the LOS power is greater (greater K ), when the spatial diversity increases (greater L) or when q → 1. Once again, imbalance in the desired fading channel is a synonym of performance loss.
Finally, when analyzing the physical layer security, we showed that the eavesdropper fading conditions are dominant in the low-SNR regime. Conversely, in the high SNR regime the behavior is just the opposite, and the fading experienced by legitimate receiver determines the probability of achieving a secure transmission.
APPENDIX A PROOF OF LEMMA I
Proof: Let R 2 denote the power envelope of the Beckmann distribution, i.e., R 2 X 2 +Y 2 such that X ∼ N (μ x , σ 2 x ) and
, being X and Y independent. Both X 2 and Y 2 follow a non-central chi-squared distribution, which PDF is given by [1, eq. (2.1-115)]
where the subindex i denotes either x or y.
Given that R 2n = n k=0 n k X 2k Y 2(n−k) and assuming the independence of X and Y , the desired expected value is obtained by averaging over both distributions, considering that each one of them follows (35) , yielding,
In order to solve these integrals it is convenient to calculate the Laplace transform
where we have made the change of variables y = √ x. Now, let us introduce [24, eq. (3.462 
where (z) denotes the real part of complex number z, and D ν (z) is the parabolic-cylinder function defined in [24, eq. (9. 240)] as 
Now, introducing (39) into (40) we obtain 
Therefore, considering (37) and (41), after some manipulations we obtain . Considering now that γ = R 2 E s /N 0 = (X 2 + Y 2 )E s /N 0 , the statistics of γ will be the same as the ones for R 2 by just scaling parameters μ x , μ y , σ x and σ y by √ E s /N 0 . Therefore, from (48) and using the parameters defined in Section II, after some algebraic manipulation, (6) is obtained.
APPENDIX B CONVERGENCE OF P m
The Marcum-Q function in (13) can be conveniently re-expressed as
where we used the definition of the lower incomplete gamma function g(n, x) = (n) − (n, x).
From (49), (12) and (14), the missed detection probability can be written as In order to analyze the convergence of (50), we can numerically evaluate the convergence speed for different sets of parameters as shown in Table II . We see that the series converges very fast except for high values of λ, especially in the high-SNR regime. However, the value of the threshold parameter λ is seldom larger a few dB. Even in such cases, we must note that evaluating the first hundreds of terms is rather fast, as we are actually computing elementary functions (i.e., powers and exponentials).
