national level, human rights, constitutions and statute laws protect privacy and personal data.
What follows below is a discussion of the main data protection laws at the international level and a brief comment on the national level. ese laws are the primary legislative source of data protection laws. ey are discussed here in anticipation of the analysis of data protection principles and interests in the next chapter. e discussion, however, is limited to aspects that deal with data protection in the police and border control co-operation with the Schengen Convention as a point of reference.
e analysis also investigates the quest and development for a binding data protection instrument in the police and border control co-operation as a background material for the discussion on a police and border control ( ird pillar) data protection framework in the recommendation chapter.
.
International Instruments
. .
UN Instruments
e most important UN instrument on data protection is Article ICCPR (see . .). But the clearest statement on data protection principle is to be found in the case law developed under Article by the Committee for Human Rights.
e UN has also issued Guidelines Concerning Computerised Personal Files ; however, they have had relatively little e ect on data legislation elsewhere. As regards the Schengen, despite the fact that all Schengen countries have signed and rati ed the UN instruments, the instruments have little relevance and they will not be a subject for further discussion here. e focus will be on CoE and EU instruments which play a bigger role in Schengen co-operation.
. . Article ECHR
In Europe, Article of the ECHR is regarded as a fundamental legal basis for data protection. Although this Article is essentially a general privacy protection provision, the term "private life" has been given a broad interpretation by Strasbourg organs and goes beyond the classical privacy right to be free from intrusions into one's private home and covers the collection of personal information (including photographs and ngerprints) and secret surveillance. In its recent cases, the ECtHR, has interpreted the term "private life" to encompass processing of personal data. e Court's position suggests that
