Abstract-Electric power systems are going through a major upgrade with the integration of advanced technologies to enable the smarter electric grid (SEG). The SEG will use information and communications technology to have enhanced controllability and will become more interactive. This ongoing change also necessitates educating professionals and future generation of engineers to manage evolving complexity of the electric grid. This paper presents experiences in the design and teaching of a unique multidisciplinary team-taught course on smart grid cyber infrastructure to provide a new generation of engineers with a solid foundation of smart grid concepts and their associated challenges. This paper identifies the course topics covered, learning objectives, and assessment activities for the class as well as lessons learned based on course evaluations obtained from multiple offerings. All of the course material is available in public domain and can be easily adopted at another educational institution.
see retirement of engineers as high as 53% in next 10 years. Additionally, the North American Electric Reliability Corporation (NERC) identifies the loss of technical expertise caused by expected retirement as the main challenge to maintain the electric grid reliability [6] .
The workforce problem at educational institutions is similar to that in industry. North American Electric Reliability Corporation (NERC) also indicated decline in the number of university educators in the power system engineering [7] . Power engineering curricula at most educational institutions have not evolved sufficiently to meet the emerging technologies used to support the modern smart grid, especially cyber technologies. With evolving changes in grid, future generations of engineers and professionals need to be trained in multi-disciplinary areas of expertise required to design and operate the smarter electric grid. Power engineering degree programs and curricula at different universities needs to be updated to meet this requirement and align with evolving technologies supporting the electric grid. Engineers from multiple disciplines are needed to support the modern grid, especially those with computer science backgrounds. However, in order to work cohesively within this domain, power engineering problems need to be presented in easier and reformulated way so a non-power engineer can understand and comprehend. While the smart grid requires engineers with strong interdisciplinary backgrounds, it is unclear how coursework should be developed and presented to best address these needs. This paper's contributions include identifying course challenges, problems faced, lessons learned in developing and offering a successful multi-disciplinary, team-taught smart grid course based on our experience. This paper also provides an overview of course contents and information on accessing the developed course material as a resource for other educational institutions. Course evaluation is also discussed based on feedback provided by students. We have reported preliminary work for course development process in [8] and [9] .
This paper provides lessons learned, example course contents (see Fig. 2 ), experiences in teaching this courses for four years based on the evaluation and accessing course material, which will be helpful for future smart grid education efforts.
II. EXISTING EFFORTS FOR SMART GRID WORKFORCE DEVELOPMENT
Some of the existing efforts in training and educating professionals in smart grid include: outreach to pre-engineering students, designing problem-based learning of a national importance, creating collaborative efforts among industry and university, and updating engineering curricula at an educational institution with an evolving electric grid [10] - [15] . There are number of entities helping in smart grid workforce development including CEWD, IEEE Power and Energy Society, National Science Foundation (NSF), PSERC and U.S. Department of Energy (US DOE) in collaboration with several power industry members.
In the recent past, the US DOE supported number of projects for workforce development in SEG. These projects offered various new educational and training opportunities in the electric power grid in collaboration with industry to direct these efforts. These projects also supported strategic training and education for multi-disciplinary initiatives at the educational institutions. These initiatives provided opportunities to both train new hires and retrain existing workforce in electric utilities for advanced topics in smarter grid. This paper provides details of course development process, challenges faced and lesson learned in developing such a multi-disciplinary course at Washington State University. This course development related to cyber infrastructure of the smart grid was funded by US Department of Energy (USDOE) through Power System Engineering Research Center (PSERC). Course development was sustained by integrating this course into a new online degree program at Washington State University called Professional Master of Science Program in Power Engineering and integrating in power engineering graduate program curricula. This course is very different from existing courses in power engineering curriculum and truly reflects needed change to keep up with advancements in smart grid technologies.
III. DEVELOPMENT OF MULTI-DISCIPLINARY SMART GRID COURSE
The course, "Critical Infrastructure Security: The Emerging Smart Grid", is team-taught by the first four authors of this paper. This course was renamed later as, "Cyber infrastructure for the smart grid" to better reflect the contents of the course. The course is a conjoint graduate and senior undergraduate (UG) course. Graduate and UG students attend the same class offerings, but graduate students are given project work. The course does not rely on either computer science or electrical engineering (EE) prerequisites and is available to students in both majors. The course has been offered in the Spring semesters of 2012, 2013, 2014, 2015 , and Spring 2016. The course objectives and learning objectives are discussed below:
A. Course Objectives
This course has following core objectives to guide the course development process: 1) Course should have multi-disciplinary content required to understand the fundamentals of smart grid design. Students should learn basics of power engineering, associated control, data communication, computation, and cyber-security for reliable operation of the smarter electric grid. 2) Course should be designed to provide common platform for EE and CS student to exchange their ideas and work interactively, which is a well-documented key skill for evolving smart grid industry 3) Course should be targeted towards students from different standings including students from: senior undergraduate and graduate students. 4) Course should be offered online for distance power engineering degree programs or for certificates to professional from industry in addition to students registered for face-to-face degree program. These could be two separate offerings. 5) Course materials should be developed and designed in such a way that educators at other professional organizations and universities can easily adopt it. 6) Course feedback from students and assessment process should help to improve the course outcomes and student's learning and designing best possible course contents.
B. Learning Objectives and Course Topics
The course has four principal components: power grid operation and control; communication; computation and data management; and cyber-security. Fig. 2 provides an overview of the course outline, the topics for each component, and the focus of the associated learning activities for the course.
At completion of this course, students will be able to understand supporting cyber infrastructure needed to reliably operate the electric power grid. Students should also be able to understand cyber threats and vulnerabilities, which may result in interruption of power delivery to the load. Additionally, students should have basic understanding of the power grid components and the factors that impact the system operation. Students should also be able to understand the interdependencies between different cyber-physical layers of smarter electric grid.
1) Power Systems:
In the power engineering part of the course, basics of voltage-current relationship with real and reactive power are discussed. Fundamentals of power system components and the general operational paradigm of sense, communicate, compute, visualize and control are discussed for normal operation. Things that can go wrong during power system operation are discussed next, with an emphasis on root causes like lightning, wind and snow, deterioration, insulation failure; failures caused by animals, trees, accidents and man made errors (mistakes). Past and recent power blackouts around the world are discussed and findings from blackout investigation committees with main root causes are reviewed. Recommendations from blackout investigation committees are used as a motivation for students to study cyber-physical system aspects of the smart electric grid.
The National Institute of Standard and Technology (NIST) smart grid conceptual model is used to explain different infrastructure layers in smart electric grid. Key differences between existing and future smart grids are explained using department of Energy (DOE) published reports, such as [16] .
The time scales involved in power system dynamics are introduced leading to discussion of the communication requirements needed for analyzing power system dynamics at these different time scales. Discussion of time scales for several different applications in energy management systems also sets up discussions of communication requirements. An example showing geographical scales for system operation and management requirements are shown in Fig. 3 . North American Electric Reliability Corporation (NERC) reliability regions are introduced to help students achieve better understanding of all of these requirements. Finally, the roles of the Federal Energy Regulatory Commission (FERC) and the NERC in establishing power grid reliability were discussed. Students are introduced to several smart grid projects funded by the U.S. Department of Energy towards end of the semester as case studies. 
2) Communications:
The communication part of the course provides an overview of Internet technologies, introduces protocol stacks, and then covers in some detail the application, transport, network, link and physical protocol layers. Performance criteria including packet loss, delay, and throughput are also covered. Impacts of various design choices at the link layer, network layer and transport layer are discussed in detail as they pertain to the smart grid. Examples of smart grid standard protocols including C37.118, DNP3, IEC 61850, and ANSI C12 are also discussed. Case studies specifically included IEEE C37.118.2 standards to support synchrophasors applications at different utilities.
3) Computation and Data Management:
The data management and computation part of the course covers control center evolution, utility IT infrastructure and software tools as presently deployed. The Common Information Model (CIM) and standards such as IEC 61970 are introduced after discussing prerequisite technologies from the Unified Modeling Language (UML) and Extensible Markup Language (XML) technology families.
A distributed computing system is one where pieces of application and service logic are spread across a network and communicate only by message passing. This obviously is the case with many decentralized power applications, which are increasing in number inherently due to increased renewable penetration. Students are introduced to the advantages of distributed computing (primarily resource sharing) and also its inherent consequences that make programming a distributed application much more difficult than a single-process one. To help make this concrete, the differences between a local procedure or object call and a remote one are described, including the supporting technologies and underlying assumptions (for example, procedure calling conventions at the assembly language level). The range of different kinds of distributed applications is then explored, including Google's infrastructure, massive multiplayer online games, and financial trading. Middleware is also described (see Fig 4) . It has been considered best practices in virtually all other industries for 15-20 years but it is uncommon in the electric sector. Cloud computing, something of great interest to the power sector but with trepidation, is also covered.
All distributed applications inherently are subject to more failures than centralized ones. Thus, fault-tolerant computing is introduced. This includes basic definitions, including a fault, error, and failure; achieving, measuring, and validating dependability, and fault assumptions (failure models). Finally, wide-area measurement systems, including the emerging NASPInet concept, are introduced.
4) Cybersecurity:
In the last part of the course, students are introduced to basic concepts and techniques in cyber security, which are then applied to modern smart grid architectures and communications. The section of the course has four key lectures, including (i) basic cryptography, (ii) network vulnerabilities and defenses, (iii) system vulnerabilities and defenses, and (iv) case-studies of cyber-physical attacks.
The cryptography lecture introduces students to the basic cryptographic primitives used to protect communications. It explores popular symmetric and asymmetric key cryptographic algorithms (e.g., AES, RSA), along with hash functions. It then discusses how these techniques can be used to authenticate messages through digital signatures and message authentication codes (MACs). It also demonstrates how certificates and trusted third-parties can be used to establish trust in distributed systems.
The network vulnerabilities and defenses lecture introduces basic attacks (e.g., spoofing, tampering, denial of service) to communication networks, based on the protocols and networks architectures introduced in the Communications section. Examples of attacks identified include IP spoofing, ARP spoofing and various flooding attacks. The lecture then discusses a variety of protocols that can be used to secure smart grid communications (e.g., IEC 62351, DNP Secure Authentication).
The systems security and defenses lecture discusses the how unauthorized access to computer systems can be prevented through authentication and access control. Various access control techniques, such as discretionary access control and role-based access control, are introduced. Furthermore, software vulnerabilities and malware techniques are reviewed as techniques that be used by attackers to bypass access control techniques.
Finally, the case-studies lecture explores how the previously discussed techniques are implemented within modern power systems, including the NERC Critical-Infrastructure Protection (CIP) standards are implemented and enforced to protect the U.S. power grids. It also compares and contrasts various realworld cyber-physical attacks, such as Stuxnet and the recent Ukrainian Oblenergo attack, to inform students about realistic attack techniques. 
C. Learning Assessment
Learning assessments activities have been designed for each section of the course. These objectives incorporate foundational knowledge from each component area, along with the smart grid specific concepts. Assessment activities are divided into 4 homework assignments and 2 quizzes done individually by students; along with two exams and a group project done by groups of students. Group activities were required in order to enhance collaborative work among computer science and electrical engineering students. The specific objectives for the assignments, quizzes, exams, and projects are identified below: 1) Assignments: Reinforcement of key topics discussed in class and the assessment of those concepts applied to different scenarios (e.g., summarization of brownouts/blackouts, network addressing analysis, application of security policies/mechanisms in different systems) 2) Quizzes: In-class multiple-choice problems enforcing key concepts discussed in class or from assignments. (e.g., power grid operations, networking protocols, cryptographic principles). 3) Exams: Reading foundational academic, industry, and governmental documents; and answer questions that require the application and composition of multiple course concepts (e.g., analysis of synchrophasor system deployments, network performance metrics calculations, attack tree development).
4) Final Projects:
The final project provides students with an opportunity to explore cutting edge research and then demonstrates their ability to apply obtained knowledge to producing new understanding or systems for the smart grid. Project topics were required to relate to the intersection of the power grid and at least one of these topics: communication, data management, computing and cyber security. Students were required to submit a final project report, which could be either a critical review of chosen references or simulation work related to chosen topic (example: false data injection in state estimation). A minimum of 5 references were required coming from IEEE transactions, magazines, proceedings or SmartGridComm conference papers. For all team tasks, students were required to submit evaluations of contributions from each team member. Table I shows example of final group projects chosen by students.
D. Course Logistics and Reference Material
This course was developed keeping in mind that it will be offered to distance students using class management tool, recorded video lectures, class notes in digital format, and Internet-based interaction with students for assignments submission and proctored exams. This enabled us to reach out to engineers and professional in electric power industry. Additionally, course was developed for conventional classroom teaching environment with face-to-face meeting. The course was offered twice within a week and each class was approximately 75-minutes. The live lectures were captured using the Tegrity and/or Panapto lecture capture software for use in the online course sections. The Angel and/ or Blackboard learning management tools available from WSU media services were used to support the delivery and collection of homework assignments, quizzes, exams and term projects. There was no single textbook, and a combination of chapters from different books and online material were used as references for this course. Additional class notes were provided to students. Table II identifies key material used for assigned readings, homework assignments, and exam questions.
E. Course Enrollments
The student composition for classroom offering in all the 4 offerings have been shown in Table III ; the distance offering had the composition as shown in Table IV .
Note that the changing number of enrollment depends on not only quality of course offering, but also on students' interest, frequency of offering, number of other courses offered as electives and also the number of available students in a given year to take this course in electrical engineering and in computer science. WSU mainly has doctoral students as graduate student and relatively few Masters students. This means that a typical graduate student will be at WSU for 4 years and will take this course when offered during the first two years of their attendance. Later offerings will be taken by only new graduate students, which are obviously less number.
In 2013 there was a lower percentage of CS students as compared to the 2012 offerings. In the distance section, there were only EE students for 2013 in contrast to 2012 when there were only CS students. In 2013, the course was offered online using the same software tools as the 2012 offerings. The course had 4 individual assignments and 2 individual online quizzes, and one mid-term group exam, one final group exam and one group project. Faculty members tried to integrate more case studies in this course offering. In 2014, distance course was not offered. Also, in 2014, 2015 and 2016 offerings, course material were further improved based on feedback from students.
IV. COURSE EVALUATION
Course evaluations were performed by using standard course evaluation and also in collaboration with engineering education evaluator for some of the offerings based on major updates in course material or in teaching style.
A. Course Offering in 2012
Students' feedback and evaluations of the 2012 offering were analyzed and used to improve the contents of the course as well to reorganize the course for future offerings. In Spring 2012, 15 students out of 27 in the class participated in the course evaluation survey. Course survey indicates that, around 33% of students in the class found it excellent, while 40% students found it good. Additionally, 13% students indicated neutral view and other 13% indicated their experience with course as poor.
Students also responded that what helped them most to learn the course material. Most of them ranked lectures and availability of course slides helped most in addition to working in groups for collaborative work. Students also appreciated enhanced usage of multimedia and relating the course topic to ongoing events in industry. Offering of diverse course topics also overwhelming for some students, who were never exposed to other domains beyond their major field of study or never taken courses taught by multiple faculty members. Another positive point was that student's response in favor of getting jobs or internship as a result of taking this course. Students also provided feedback on their belief that they learned valuable information in the class. 80% of the students believe they learned very often, 20% indicated that they learned sometime, while none indicated that they never learned. Table V shows students' feedback on how well the course was organized and 93% students agreed that the course was well organized. Table VI shows that 87% of students agreed or strongly agreed that the course material connected to real world problems.
Of course, students' opinions about a course are not the only measure of how well the course is meeting its objectives. Students' performance on assignments, quizzes, exams and the project are equally important. In this regard, we were particularly pleased with the learning evidenced by the group projects at end of the class.
For the faculty members, designing and teaching this class was a challenging task with given diversity of students. Designing lectures material, which can engage electrical engineering and computer science students at the same time is a difficult task. Overall it was a fun course with its own challenges.
B. Course Offering in 2013 and 2014
The authors designed an additional course assessment survey to examine the effectiveness of the design of the multidisciplinary tasks and to determine the extent of student collaborative learning in the course. The primary purpose of this survey is to improve future offerings of the course and evaluate the design of the current offering. The survey was designed with the help of a faculty member from the WSU department of education, the third author of this paper. The WSU Institutional Review Board (IRB) reviewed and approved the survey design. This new set of survey questions is specifically designed to assess the effectiveness of the course offerings for EE and CS student and goes beyond the standard course assessment at WSU. Table VII shows the means and standard deviations for all the questions answered by students. This is based on a sample size of 39 registered students for 2013 and 2014 offerings. Participants responded to each statement using a 5-point Likert scale (1 = strongly disagree, 2 = disagree; 3 = neutral; 4 = agree; and 5 = strongly agree) in terms of several pedagogical characteristics of the smart grid course. Overall Cronbach's alpha for all items on the survey was high (.81). As shown in Table VII , questions relate to meeting course objectives, learning outcomes, and team dynamics. These results show that team dynamic were good in all but a few cases and students were satisfied with the learning outcomes and course objectives and how well they were met. In general, students said that the communication, data management and cyber security parts contributed more to their learning than did the power grid part, most likely because there were more EE students in the class than CS students. Fig. 5 shows students' evaluation of how well each of the course objectives was met. Student's level of agreement on x-axis is on scale of 5 for 'strongly agree' and 1 for 'strongly disagree'. Course objectives are marked on y-axis for all the four different objectives. It was interesting to see that EE and CS students have different opinions and that CS students holding more favorable opinions compared to EE students. Four goals for this course rated in dencies of related infrastructure in the smart grid needed to sense, communicate, compute and control in secure way. 4) This course will help me to apply the interdisciplinary principles that I have learned in building secure smart grid infrastructure. Fig. 6 shows that according to students' feedback, the instructors' goal of having interdisciplinary teamwork on the exams and projects was generally achieved.
Open-ended responses related to team efforts included the following comments:
"Through team work, I was exposed to new ideas, some I agreed with and some I disagreed with. Some concepts became clearer through group descriptions." "Yes, the collaboration was important. Students of different majors (EE and CS) should help each other while learning the integrated work in this course. As a matter of fact, a student alone won't be able to handle the interdisciplinary work within time." "Yes, I think collaboration is extremely important. I think that it is important to learn concepts on your own, but equally important to learn how to collaborate as a group. When we graduate and enter the workforce as professionals, there will be usually large projects that require group collaboration and even multiple groups who must collaborate."
In response to the course meeting students' expectations: "Mostly. The teaching style of having 4 very different segments, and 3 very different teaching styles is the hardest part to get used to, particularly when it comes to the quizzes, since some of the questions hinge on the wording, but the fact that 3 + teachers could have written the wording makes it more difficult to tell if a question is worded a particular way because there are supposed to be 'gotcha' questions, or because that just happens to be a teacher's particular writing style." "Yes. I learned that the smart grid is not some grand plan that can be finished, but rather a process of bringing the grid into the 21st century with all our current communication and security capabilities. The grid is already smart in some sense with the existing SCADA system implemented, thus we are only working to make it smarter with a better communication architecture and a security plan to protect said communications."
Students were required to suggest changes they would like to see in future course offerings. Here are some of the compiled responses:
"Different topics are talked by different instructors, which will given us a more comprehensive lecture on each topic. owever, the interconnections need to be improved." "I know Smart Grid is new but it would be good to support each material by an example of a current smart grid. I am not talking about for each 4 areas, I mean for each lecture" "I think I might consider narrowing down the range of topics just a little bit. It seemed that about 80 to 90 percent of the stuff covered was very relevant, but there were a few things that I didn't see how they fit in with the rest. I'm sure it isn't easy to narrow down four topics to just a few weeks each. Also, the quizzes were a little frustrating because of the way the answers were worded. I actually watched every lecture prior to taking both quizzes and it didn't seem to help me much. There were a few questions that I knew exactly what was being asked, but I didn't really like any of the answers or I thought two of the answers would work and I had to guess. But overall, I really enjoyed the class and I would definitely recommend it."
C. Course Offering in 2015
Tables VIII and IX show students' feedback and evaluations of the 2015 offering. Based 18 out of 25 students providing course evaluation, 14% students found it excellent, while 57% found it good.
One of the students indicated, "Having a team work on midterm and final helped in our understating about problems faced by industry working on grid security, power systems and communications departments". Students also indicated that visiting smart grid lab (see Fig. 7 ) and synchrophasors animation module helped them in understanding new concepts. Table IX shows feedback from students based on 'how often they believe they have learned during the class.' 
V. CHALLENGES AND LESSONS LEARNED
After four years of teaching this course there are many lessons learned and outstanding challenges faced with its offering. This section will explore some of these points that may prove beneficial for others interested in offering a similar course.
A. Equal Participation Between CS and EE Students
While the course goal was to have equal number of EE and CS students to enable strong collaboration and support interdisciplinary projects, the course attracted many more EE students. We hypothesize that CS students are not as familiar with future employment opportunities in power systems and are therefore unsure whether this course is valuable to them. They also may not find working in an engineering discipline such as power to be as attractive as working for Google, Amazon, video game companies, and other companies on the cutting edge of ICT. As shown in Table IV , graduate EE students are the most consistent enrollment group.
B. Classroom Material
The class material depends on a wide variety of interdisciplinary sources as described in Section III. This presents organizational challenges for students, especially for undergraduate students. The unbalanced number of CS and EE students also presented problems creating interdisciplinary student groups for the group exams and projects.
C. Equivalent Rigor Across EE and CS
Offering the course to both CS and EE students means there is a wide variety of student backgrounds and expertise. This introduces a challenge in how to comprehensively produce rigorous and challenging material for all students. This can also present problems with departmental course approval and scheduling issues as it makes it difficult to integrate the course into required curriculum for degree programs. These issues may lead to sustainability concerns and unreliable offerings.
D. Availability of Basic EE and CS Material Before the Class
It is required to prepare basic fundamental EE and CS material as prerequisite for EE and CS students. Most of the students take this course for the first time as another discipline and these preliminary materials will help in transition. Note that, the objective of this course is not to teach all aspects of power system to CS students as that will obviously not be possible but rather to expose them to power systems enough to understand the requirements to design supporting infrastructure. These preliminary materials were developed with exactly the same objective.
E. Industry Based Case Study Learning and Lab Demo
Based on feedback from students, we integrated case studies based learning in later offerings to make it easier for students to follow course material instead of starting with fundamental theoretical approaches. Our case studies were focused on synchrophasors applications and smart meters deployment and demonstration projects in industry. These case studies specifically focus on supporting cyber infrastructure needed for synchrophasors/smart meter applications in power grid utilities and system operators such as New England Independent System Operator, PJM interconnections, AVISTA utilities, Dominion Power and Pacific Gas & Electric. Additionally, Critical-Infrastructure Protection (CIP) and data management protocol related to those case studies were discussed. Also, the Smart Grid Lab and Smart City Lab (SGDRIL) and Smart City Lab located at WSU were integrated in curriculum to demonstrate working of smart grid devices and how these are integrated with smart grid systems.
F. Multi-instructor Issues
At WSU four faculty members offer the course, each with expertise in one of the core areas. While this has many benefits, using multiple instructors can also be problematic due to inconsistences in teach and assessment styles through the semester. Student criticisms of the class have identified this as course deficiency in course reviews. Additionally, this approach may not always be feasible for future offerings due to faculty availability and scheduling constraints. Either single-instructor or co-instructor approaches may be required to ensure consistent course offerings.
G. Graduate and Undergraduate Student
Given the breadth and broad coverage of this course, it was not possible to have rigor of graduate course without causing concerns to CS graduate students. We decided offering this course only as an undergraduate course after teaching for three years. Long distance learning is also limited to the undergraduate offering although graduate students can take this course for undergraduate credit, as with any other undergraduate course offering.
H. Balancing Rigor for Face-To-Face and Online Offering
Although, initially we had same course offering to online students and in class, we decided to not continue that. Now we do have a separate offering for online students. This decision was taken to keep up with higher rigor expected from faceto-face offering compared to online offering for professional engineering masters.
VI. SUMMARY
This paper presents experience with designing and teaching a team-taught multi-disciplinary course related to smart grid cyber infrastructure. The course was developed at Washington State University to meet the need of training and educating future professionals and engineers in multi-disciplinary fields required in designing and operating the smarter electric grid. This developed course includes necessary inter-disciplinary topics including power engineering, associated controls, communication system, computing, data management and cyber-security aspects. It is expected that students will be able to better design and understand 'other' design aspects of an industry project related to the smarter electric grid after completing this course. There is no expectation from power engineering students to become an expert in computer science or computer science students becoming an expert in power engineering by end of this course. Rather, it is expected that students will be able to understand the cyber-physical nature of the smart grid and constraints posed by 'other' disciplines in much better way. Additionally, it is expected that students can understand the interplay of cyber and physical infrastructure within smarter electric grid and be able to analyze the interdependencies and design advanced technological solutions for next generation smarter electric grid.
The audience for the course and materials is undergraduate and graduate students in engineering and computer science as well as university-level instructors. Students' feedback shows high achievement of the course's learning outcomes and an ability to address real world problems. In future, we will try to move the course toward having more unique material instead of extensively borrowing content from existing courses.
Lessons learned in this course can help with new offering at another educational institution. Also all the course material developed here are available for adoption at: http://sgdril.eecs. wsu.edu/research_interests_and_grants/course_development_ lecture_slides.
