The Pirate Bay. Three simple words. Such strong reactions. Proponents point to a vibrant forum for distributing files. Critics lament massive pirating of copyrighted works. The Swedish district court recently found The Pirate Bay (TPB) guilty of making copyrighted works available. This article explores the consequences of this decision. It first explains the technology underlying TPB and provides an overview of the website. It then analyses the court's opinion. Finally, the article applies the opinion's reasoning to the activities at issue in the US case of MGM v Grokster 1 and to the Google search engine.
Technology
Before examining The Pirate Bay opinion, peer-topeer (P2P) technology is explored followed by a description of BitTorrent, a specific P2P protocol.
P2P
The first relevant distinction is presented by two primary means of distributing files over Internet: The client-server and P2P models. 2 The client-server model of file transmission has served as the foundation of the Internet since its inception. In this model, clients such as Internet users send file requests to Internet servers such as google.com, which respond by sending the requested information-typically a website or a file.
The client-server model suffers two primary disadvantages. First, when the server goes down, files are not available to be transferred. Second, because all connections must be routed through a central server or clusters of servers, users may experience lengthy delays when many simultaneously download files. The P2P transmission model addresses these problems. First, users can bypass central servers and obtain files directly from other users. P2P provides a more robust system, as one peer's crash does not affect other peers on the system. Rather than residing on one central server, multiple redundant copies of data are dispersed throughout the network.
Second, P2P scales more quickly and cheaply because all users bring to the table their broadband connection, drive space, and files. Instead of clients queuing up at the gates of the server, the users simply ask each other for the data they want. In contrast to the typical client-server architecture, the P2P model becomes improved with each additional user.
In addition to benefits for availability and limiting congestion, P2P also promises a more participatory experience. Users have created compilations and modified popular works, asserting a more active role in creating cultural expression. 3 Relatedly, every owner of a home movie or other large file is, for the first time, able to distribute it.
BitTorrent
One of P2P's most obvious benefits is its ability to distribute large files. A P2P protocol that vividly demonstrates this is BitTorrent, which breaks up large files into smaller pieces. BitTorrent addresses the perennial problem of quick downloading but slow uploading by requiring downloaders to upload pieces of the file to others, thereby allowing uploading to occur as quickly as downloading. 4 BitTorrent spreads the cost and bandwidth of uploading files among all users rather than just the host server. 5 To use BitTorrent, the user runs a program to make a .torrent file based on the file he/she wishes to transfer. To create a .torrent, the user 'makes a new torrent' from a dropdown menu and selects a file to share. 6 The program generates metadata about the file to be transferred that parses the larger file into small pieces. 7 The program also obtains from the user the URL 8 of an Internet server known as a tracker, which it inserts into the .torrent file. The tracker contains information about each individual peer that has one of the pieces of the file.
Once the user has created a .torrent file, he/she sends the file to another person who can open it in a BitTorrent client program such as Vuze or uTorrent. 10 This program will then connect to the tracker and begin to download the file from swarm.
Once connected, the peer transfers to the tracker its IP address and the port 11 that BitTorrent is using on its computer. 12 The user also downloads a list of the ports and IP addresses of peers who are transferring the file. Users who are unable to connect to the tracker specified in the .torrent file will not be able to download the file.
Alternatively, some implementations of the BitTorrent protocol use a distributed tracker by which no single server contains all the information about each of the peers transferring the pieces specified in the .torrent file. Instead, each individual peer has information about other peers directly. This implementation solves the problem of the torrent tracker going down and-by taking the torrent with it-preventing peers from knowing who had various pieces of the file. 13 In either implementation, as new peers begin to download the parts of the video specified in the .torrent file, the existing users are notified so they also may send to and receive from this new user. Every new peer is added to this 'swarm,' and the file is transferred more quickly as additional peers have larger pieces of the file. 14 BitTorrent technology increases download speeds by using a random download pattern or attempting to download the hard-to-find pieces of the file first, thereby expanding their availability and increasing the net speed of the swarm. 15 As a result, a download from the swarm may start slowly and speed up as more of the rare pieces of the file arrive. 16 And as the pieces arrive, the BitTorrent client will use the metadata contained in the .torrent file to reconstruct the pieces of the file into its original form. The person who has the first full copy of the video file and each subsequent person who finishes the download but continues to upload are known as seeds, while users who do not have the full file are known as leeches.
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The Pirate Bay: Website Perhaps the best-known website using the BitTorrent protocol is The Pirate Bay (TPB). Originally started in 2003 by a Swedish anti-copyright organization called Piratbyrån, it has operated as a separate organization since 2004. 17 As of the writing of this article, it is the 108 th most frequently visited website on the Internet. 18 TPB operates as a torrent-indexing website and tracker that allows users who visit its website to upload and download .torrent files. It does not keep any parts of the files that users are transferring and does not host any copyrighted material. Instead it provides (i) a means to organize, search, and index .torrent files and (ii) a tracker for those wishing to use more traditional version of the BitTorrent protocol.
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A user can use TPB's tracker functionality without being required to register by specifying the TPB tracker, http://open.tracker.thepiratebay.org/announce in the tracker field of their .torrent file. 20 To upload .torrent files into TPB's searchable index, the user must have a registered account with TPB and upload the file at TPB's website. 17 On TPB's main page, users can search for .torrent files by keyword. 17 This has the same functionality as search engines such as Google. The primary difference is that, unlike Google, TPB has historically maintained the .torrent files on its servers instead of pointing to a webpage that itself contains the .torrent file. The advantage of maintaining the .torrent file on its servers is that TPB can ensure that the .torrent file actually exists and can employ the most up-to-date information regarding the number of seeds and leeches in the swarm. 21 Other search engines must rely on cached results that are only as current as the last time their web crawler visited the webpage.
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The Pirate Bay: Flaunting TPB has received attention as much from its cavalier attitude towards its users' copyright infringement as from its technology. This attitude is most evident in its scathing responses to complaints by holders of copyrights. As TPB prominently mentions: 'Any complaints from copyright and/or lobby organizations will be ridiculed and published at the site.' 17 In fact, that is what TPB administrators do. On the 'legal threats' section of the site, they post rights holders' threats and their sarcastic responses. 23 A few examples are illustrative.
Electronic Arts (EA), one of the largest independent videogame publishers in the world, sent TPB a letter asking it to take down a torrent for its game, The Sims 2. 24 
The Pirate Bay Decision
The court's opinion was based on Swedish law. In particular, its interpretation of the relevant statutory framework, which punished a defendant that assisted in 'making available copyrighted works,' will not apply directly to other jurisdictions. A careful review nonetheless demonstrates the expansive nature and concerning features of the opinion.
The Decision
In January 2008, Swedish prosecutors sued TPB for 'complicity in breach of the Copyright Act' and 'preparation for breach of the Act.' 29 The first offense consisted of 'assisting copyright infringement' and 'assisting making available' copyrighted works. 30 On February 17, 2009 , the second day of trial, the prosecutor dropped charges for 'assisting copyright infringement' based on the prosecution's use of trackerless torrents, which did not use TPB's tracker. 31 On 17 April 2009, the District Court held defendants liable for assisting in making copyrighted content available. 32 The Court explained that copyrighted works are made available when 'work is transferred to the general public' such as when it 'is made available to the public in a location other than that in which the general public can enjoy the work.' 32 Examples include works 'transmitted on radio or television' and those 'posted on an Internet website,' as well as works to which individuals can gain access 'in a location and at a time of their own choosing.' 32 TPB satisfied this condition since those downloading works 'can gain access to the work from a place and at a time of his or her own choosing.' 32 In short, according to the Court, processing of files by 'an original seeder' as well as subsequent users who 'obtain all or segments of the current files' constitutes the type of 'making available' that is considered 'making available to the general public.' 32 Once the Court found that the principal offense was satisfied, it examined the 'acts of complicity,' first examining the activity of TPB, and then turning to the individual defendants. The Court found that TPB:
• Provided a website with 'advanced search features,' • Provided a website with 'easy uploading and downloading facilities,' and • Put 'individual file sharers in touch with one another through the tracker linked to the site.'
32
As a result, TPB 'facilitated and, consequently, aided and abetted these offenses.'
32 Once the Court determined that 'the operation carried on' by TPB 'constituted complicity in the breach of the Copyright Act,' it turned to the defendants' liability.
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The Court explained that, under Swedish law, when acting collectively, liability may attach to each person involved in the offense if the offense has been completed by several individuals acting together even if she has not herself satisfied each of the elements of the offense. 32 The Court noted, however, that each person must have been 'involved in the execution of the offense' and 'aware of the others' actions.' 32 It concluded that the four defendants were collectively liable.
The Court quickly found liability for Fredrik Neij and Gottfrid Svartholm Warg, who were 'principally responsible for technical operations and for technical and functional development of the website.' Svartholm set up TPB's operation in 2003, created the tracker software, and redesigned it to accommodate an international launch in 2005.
32 Neij assisted with the technical aspects of TPB.
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A third defendant, Peter Sunde, claimed that he was not involved in the operations of the website and that he was simply a media spokesman for TPB. The Court, however, found liability based on emails that showed his involvement in advertising sales as well as ideas for the site's technical development. 32 Finally, the Court imposed liability on the fourth defendant, Carl Lundström, who claimed that he 'only provided broadband and a 'filing cabinet. '' 32 The Court, however, relied on email correspondence that showed Lundström's role in generating advertising revenue along with his 'financial contribution through the provision of server space and free broadband.' 32 The Court concluded that the four defendants 'worked as a team, with the common purpose of expanding further both technical and business aspects of TPB.' 32 In short, each was to be 'regarded as responsible for the organization, administration, programming, financing, and operation of the filesharing service in the manner alleged by the District Prosecutor.'
The Court also found that defendants had the requisite subjective intent for liability. 32 Even if the defendants did not know that the specific works listed had been made available via TPB, it was 'sufficient for them to have had the intent to bring about the existence of copyright protected material on the website.' 32 The Court discerned such intent from '[t]he examination of the defendants, the letters from rightsholders published on the website . . . and the e-mail correspondence indicating that the operation involved pirate copying.'
32 All of these sources demonstrated defendants' awareness that copyrighted works 'were available via the website' and 'were shared via the tracker.' 32 At the same time, however, the defendants 'elected to take no action to prevent the infringement of copyright.' 32, 34 Turning to sanctions, the Court noted that punishment for violation of the Swedish Copyright Act had been extended in the early 1980s from six months to two years. 34 It further explained that the increased sanctions should only be used in particularly serious cases involving extensive commercial unlawful use of protected works. 34 Such a case was present here, according to the court, on account of the massive scale of making available copyrighted works and advertising revenue generated from the website. 34 TPB was a 'commercial project' that led to significant damage given the 'making available' of works on 'a popular website with many users.' 34 The Court imposed a sentence of one year in prison for each of the defendants. 34 And it imposed monetary damages, holding the four defendants jointly and severally liable for 30 million Swedish kronor (roughly $3.5 million).
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Analysis
Given the importance of the Pirate Bay decision, a brief analysis may prove worthwhile and shed light on how it would apply to future cases. Again, the framework is based on Swedish law. As a result, some of the analysis-such as the focus on making copyrighted works available-might not carry over to other jurisdictions. The US, for example, has applied concepts of contributory infringement (which explores a defendant's knowledge of and material contribution to infringement), vicarious liability (control over and a financial interest in the activity), and inducement (promotion of infringement). Though these analyses are often less than clear, they are more nuanced than the analysis the TPB court applied.
Despite different frameworks, there are multiple issues, including complicity and individual liability that could arise in other arenas. The consequences of the analysis are explored by considering the application to search engines and other P2P software.
The liability portion of the TPB opinion consisted of four primary elements. The first addressed the principal offense. The remaining three parsed 'acts of complicity' by exploring general complicity, as well as the defendants' objective and subjective liability.
Principal Offense
First, the principal offense of making copyrighted works available would apply expansively. TPB did not directly infringe copyrighted works. Nor did it itself make such works available for others to infringe. Rather, it assisted users in making copyrighted works available.
Making it possible for someone downloading works to 'gain access to the work from a place and at a time of his or her own choosing' would seemingly apply to many distributions over the Internet. 35 And finding the requirement of 'making available to the general public' satisfied through the uploading of 'original seeder[s]' and downloading of subsequent users would seem to impose very few limits on this activity. 35 TPB's liability for this activity could trace from one of two activities. It could stem from the tracker, which helps users put together files. This activity would bear some relation to the concept of 'making available' since the tracker allows construction of a file from component parts, thus assisting in making the work accessible.
A second basis for liability could be TPB's search function, which makes it easier for users to locate .torrent files. Such liability would sweep far more expansively to cover any search engine. As described in more detail below, search engines-because they allow users to locate .torrent files-could be held liable for such activity. In fact, it is the very purpose of search engines to increase the availability of files.
In addition, many P2P software versions offer search features. While browsing through lists of files sorted by category (such as the list of recent torrents on TPB 36 ) may allow a user to find a few files he/she wishes to obtain, a search function is the quickest method to sift through the thousands of files available from some services to find exactly what the user wants. In fact, services without a central index of files, such as Grokster, require a search function in order to identify duplicate files that reside on multiple computers. These files are necessary for the multiple simultaneous P2P transfers that allow for rapid downloads. Additionally, because larger networks can have millions of files spread across millions of PCs, finding an individual file would be nearly impossible without a search function.
General Complicity
The second element involves the general question of complicity. Here too, liability would reach broadly. The court pointed to TPB's provision of a website with 'advanced search features' and 'easy uploading and downloading facilities,' and it noted its role in putting 'individual filesharers in touch with one another through the tracker linked to the site.' 32 But in concluding that TPB 'facilitated and, consequently, aided and abetted' infringement, the court did not clarify the necessary relationship between the activity and infringement.
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Because the Court did not elaborate on the particular features of this activity that led to liability, we must extrapolate from this analysis to future cases.
A general assistance in helping users make copyrighted works available would seem to be the unifying feature in the three enumerated activities.
For search engines, search features obviously are universal. Search engines do not offer uploading and downloading facilities. But the ability to search for .torrent files allows users to locate other peers with pieces of the file.
P2P software often contains search features, and it also allows uploading and downloading. P2P programs handle all steps of the file transfer process from initiation to communication to closure of the session. And by definition, they put peers in touch with one another, allowing the transfer of files among peers across the Internet.
Objective Liability
The third issue the Court examined was the defendants' objective liability. The defendants closest to the challenged activity were Neij and Svartholm, who were 'principally responsible for technical operations and for the technical and functional development of the website.'
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The court's analysis for the other two defendants reaches more broadly. It found Sunde liable primarily from his involvement in advertising sales. 32 Similarly, it found Lundström liable based on his financial contributions and role in generating advertising revenue.
Such punishment imposes a type of 'tertiary liability.' The distance from the core of copyright infringement demonstrates the reach of the offense. For not only are Sunde and Lundström not liable for directly infringing copyrighted works, but they also are not directly liable for the development of TPB, for which they could have been secondarily liable by helping users infringe.
Instead, they only provide assistance for those allegedly contributing to infringement. Such a net could ensnare any providing any financial or other assistance to technologies used for infringement. 37 Such a development might be welcomed by those seeking to stamp out file-sharing websites and software. But for many 'dual-use' technologies that can be used not only for copyright infringement but also for new forms of interaction and entertainment, it could chill investment.
The Court's punishment of Sunde and Lundström underscores its lack of nuanced analysis on the link between defendants' behaviour and liability. Its requirement that the defendant must be 'involved in the execution of the offense' and 'aware of the others' actions' 37 does not filter out parties that have only a tenuous connection to infringement. How much assistance is necessary for liability? How exactly are financial contributions or involvement in advertising sufficient for liability? These are difficult issues that the court did not address. 37 
Subjective Liability
The fourth element involved subjective intent for liability. 37 The court found that the defendants 'had the intent to bring about the existence of copyrightprotected material on the website' 37 by pointing to '[t]he examination of the defendants, the letters from rightsholders published on the website . . . and the email correspondence indicating that the operation involved pirate copying.' 37 Despite this awareness, the defendants 'elected to take no action to prevent the infringement of copyright.' 37 E-mail correspondence provided some evidence that the defendants knew that TPB assisted copyright infringement. Just one other example is provided by Defendant Lundström's statement that the website's purpose was 'pirate copying' and attempt to move TPB's servers to a foreign country to avoid liability. 37 But above all, it was the caustic, sarcastic letters posted on the website that demonstrated intent. As TPB promised: 'Any complaints from copyright and/or lobby organizations will be ridiculed and published at the site.' 17 While future website operators may be advised to avoid language such as that used in the case, it seems quite plausible that the TPB comments convinced the court that any requirement of subjective intent was satisfied.
As a final note, even apart from the effect of the reasoning of the opinion on future cases, the outcome itself quickly led to reverberations that echoed around the world. Just to pick a few examples, Taiwan enacted a new law that criminalized the distribution of P2P file-sharing applications and that allowed Internet service providers to restrict Internet access to subscribers who download copyrighted material three or more times. 38 The French Assembly passed a similar 'three strike' system. 39 Although the Constitutional Council struck down the law, 40 the French Senate passed a revised version that gave judges (rather than a new governmental agency) authority to disconnect the Internet service of those who infringe three times. 41 The Malaysian government ordered the BitTorrent tracker LeechersLair to shut down. 42 And several BitTorrent trackers in Sweden closed down after the TPB verdict, 43 while others that have remained operational have been threatened. 44 
Grokster
The TPB opinion can be fleshed out by considering application to the US case of MGM v Grokster. 45 This case, decided by the US Supreme Court in 2005, presents facts bearing similarity to TPB. It reveals a P2P technology more decentralized (and thus more relevant in predicting TPB's future effect) than earlier, more centralized versions. And the Court's focus on activity such as advertising-based business models and infringement-reducing measures reaches broadly across P2P technologies.
Background
Grokster can best be understood in response to earlier P2P technology. The first blockbuster P2P service, Napster, offered a network by which peers indexed the files on their machines and deposited the index with a central server. Litigation against Napster encouraged a movement away from such networks (whose owners could be charged with knowledge of the central index) to an architecture set up to prevent an owner's knowledge of, or control over, peers' activities.
That movement led to Grokster (and the other defendant, StreamCast), which offered a technology that routed file requests to computers that collected temporary indexes and disclosed the file location for downloading purposes. In such a network, the creator did not designate specific machines to serve as index servers. Instead, the software running on all the peers took stock of each peer's available resources. It then created a new index server by elevating a peer to a 'superpeer,' which became the index server for a group of nearby 'children' peers. 46 These supernodes did not store any downloadable content, but directed traffic between users. 47 The Supreme Court relied on a theory of inducement to hold that 'one who distributes a device with the object of promoting its use to infringe copyright, as shown by clear expression or other affirmative steps taken to foster infringement, is liable for the resulting acts of infringement by third parties.'
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. The Court promised that liability would not attach to 'mere knowledge' of potential or actual infringing uses.
The Court found that the defendants could be held liable for inducement. Grokster distributed an electronic newsletter with links to articles promoting its software's ability to access popular copyrighted music, and both defendants responded to requests for help in locating and playing copyrighted materials. The Court explained that neither company attempted to reduce infringement by using filtering tools or other similar mechanisms. And it stated that the companies' business models demonstrated a financial benefit from infringement, as the sharing of copyrighted works increased the user base, which boosted advertisements and revenue.
Application
How would TPB apply to the facts of Grokster? For starters, the principal offense of making works available would be satisfied. Like any file-sharing software, Grokster enabled users to share copyrighted works. Such distribution would be 'available to the general public' and allow users to 'gain access to . . . The second element focuses generally on complicity. Grokster offered search features akin to TPB's search capability. Both offered a method for users to search the entire catalogue of available files and select the ones they wished to acquire. 48 Grokster also offered uploading and downloading facilities. 49 The software was useful primarily because of its ability to easily and quickly transfer files from one user to another. And it put users in touch with each other with its search feature.
Third, application of the TPB opinion would lead to individual objective liability. Like the Grokster Court, a court that relied on TPB likely would find that the defendants encouraged others to commit infringement:
• They responded to requests for help in locating and playing copyrighted materials;
• They targeted the market of former Napster users through advertisements, software functions similar to Napster, and (in the case of Grokster) a name derived from Napster and diversions of Napster queries to its own website;
• They did not attempt to reduce infringement by using filtering tools or other similar mechanisms; and
• Their advertising-based business models demonstrated a financial benefit from infringement.
Such conduct would seem to fall squarely within the range of conduct that would lead to liability under TPB. In fact, the attention to the role played by advertising and financial contributions matches up closely. Of concern, of course, is that liability for using an advertising model could threaten a vast array of Internet-based (and other) businesses. So too would condemnation of financial contributions.
The fourth element involved subjective intent for liability. 32 Granted, the evidence offered in Grokster was not as inflammatory as TPB. There were no sarcastic responses to copyright holders like there were in TPB. One interpretation thus would treat a failure to use filtering tools and the advertising benefit from infringement as not rising to the level of the explicit scoffing in which TPB operators engaged. Grokster's efforts to promote its product certainly show some level of intent, but they are not nearly as extreme as TPB's mocking tones.
On the other hand, and more likely, benefit from advertising overlapped with the financial benefit in TPB. Both TPB and Grokster financially benefited from encouraging their users to share copyrighted works.
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Both had legitimate uses, but both also encouraged users to share copyrighted works so that their networks would feature a larger and more diverse range of available files. TPB and Grokster were both sites that provided tools that could assist copyright infringement.
A court could find that just as the TPB defendants 'elected to take no action to prevent the infringement of copyright,' 50 the Grokster defendants did not use filtering tools or other mechanisms that would reduce infringement. While such measures may seem reasonable on the surface, it will often be difficult to determine in pre-trial litigation whether defendants took sufficient measures.
No technology can block all infringement. 51 It is always possible to do more. 52 Because of this, copyright owners could always claim that technology makers could have done more to reduce infringing uses. Plaintiffs could continually suggest more restrictive fingerprinting, watermarking, encryption, or other technologies.
Of practical significance, such a determination introduces complexity and eliminates early disposition of the case. Litigation over which system to adopt presents a nuanced factual question and forces judges to grapple with intractable issues about sufficiency of various solutions. In Grokster, computer scientists explained that Grokster and Streamcast could not force users to install and update filtering software and that filters were so easy to defeat that they would set off an 'open-ended arms race between the filter designers and noncompliant users.' 53 And in Napster, even though the company examined dozens of audio fingerprinting systems and installed one that 'was able to prevent sharing of much of plaintiffs' noticed copyrighted works,' the Court demanded 'zero tolerance' and shut down Napster. 54 Despite these significant concerns, a court following TPB could find that the failure to use filtering measures could show the subjective intent that would impose liability on the Grokster defendants.
In short, Grokster (and other defendants that create file-sharing software and engage in similar activity) likely would be liable under TPB. The defendants developed software that made copyrighted works available, and their activities demonstrated complicity in this objective. Another setting allowing for exploration of the TPB opinion is the Google search engine.
Google
Google is the most popular search engine in the world. It handles nearly 65% of the web searches conducted in the US, averaging almost six billion searches per month. 55 Globally, Google is even more dominant, controlling nearly 90% of the search market. 56 Google also, however, can be used to locate copyrighted works. In fact, Google can be used to locate torrents. A user can limit the results of her Google search to only .torrent files by simply affixing 'filetype:torrent' to the end of her search query. Would the search engine be liable under TPB? It depends.
First, the principal offense of making works available would likely be met. To be sure, Google does not do as much as TPB in facilitating the sharing of copyrighted files. It does not have a tracker that allows the compilation of files. Nor does it directly allow the uploading and downloading of files. 57 Nonetheless, its search capability assists users in making available copyrighted works.
The TPB opinion expansively viewed the 'making available' offense, explaining that it could be satisfied simply by allowing individuals to gain access 'in a location and at a time of their own choosing.' 32 In offering a search engine that consumers could use to locate .torrent files, a court likely would find that Google assisted in making available copyrighted works.
Second, Google probably commits acts of complicity under the TPB court's decision. Search is a crucial activity in locating the .torrent files. And as the leading search engine, Google is the vehicle of choice for many who seek to locate .torrent files. In fact, the chief executive of Big Champagne, a research firm that tracks online file-sharing, has stated that users begin to search for pirated movies on search engines as often as any other source. 58 Google's functionality was borrowed by developers that created a website, 'The Pirate Google.' 59 This site allows individuals to perform the exact same keyword search they would use on TPB to receive results that contain only .torrent files. The search would occur using the power of Google's own search algorithms. The only difference between a normal Google search and Pirate Google search is that the creator of The Pirate Google automatically appends 'filetype:torrent' to any search run through its website. 59 Anyone who uses Google could obtain the same functionality by going to Google directly, typing in a search term, leaving a space, and then adding 'filetype:torrent' in the search field. 60 Again, Google does not run a tracker allowing users to compile copyrighted files. And Google does not allow users to open a .torrent file and download it on its site. 61 Finally, unlike TPB, Google does not offer a page for each torrent with comments, ratings, descriptions, and the number of seeders and leechers (to see how alive the torrent is). 62 As a result, Google's complicity is significantly less than TPB. But if a court interprets TPB expansively, the search engine's functionality would be sufficient to find complicity.
Third, to impose objective liability, the TPB court applied a low threshold. Liability for complicity, according to the court, 'can apply even to someone who has contributed only insignificantly to the principal offence.'
32 Google would only need to 'encourage' copyright infringement, 32 which could occur if Google makes it easier to locate .torrent files, even if there were other ways to retrieve the files. As the court explained, '[t] he fact that the copyrightprotected works may possibly have been made available to the general public on other websites' is 'irrelevant to any liability for complicity.'
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The ability to search for copyrighted works could be sufficient to satisfy the TPB court's objective requirement of liability. In addition, Google stores on its servers webpages that it gathers as it crawls the web to serve 'as a back-up in case the original page is unavailable.' 63 Similarly, a user can request that Google crawl her webpage with a feature called 'Add your URL to Google.' 64 This page, which could be hosted on Google's servers through its Google Sites service, could contain copyrighted files. 65 In short, Google's activity could satisfy the objective component of complicity.
Fourth, Google's strongest claim likely would be its lack of subjective intent. 66 Unlike TPB, which flaunted the infringement it helped enable and openly mocked copyright holders, Google has made multiple attempts to work with copyright holders.
For example, in 2008, Google settled a lawsuit by book authors and publishers (currently under review by the court and under renegotiation by the parties) by giving them $125 million and 63% of all future revenue in exchange for the ability to scan and publish books online as part of its Google Print service, which makes the books available to the public for free. 67 A year earlier, Google had implemented a filter into its popular video sharing site YouTube that allows content providers to ask Google to block illegal copies of their videos or to attach ads to them. 68 And in 2006, Google settled its case with the Associated Press (AP) and agreed to pay to use AP content in its news aggregator, Google News. 69 In short, there are features that distinguish Google from TPB: most notably, the lack of a tracker and downloading capabilities, as well as less-blameworthy subjective intent. Nonetheless, a court expansively applying the TPB rationale could find Google liable. Like TPB, it offers search functionality allowing users to locate .torrent files. This assists in making copyrighted works available, and Google could thus be viewed as being complicit in the activity.
In fact, because Google scours the entire Internet, it enables users to find even more illegal content. Not only do the Googlebots crawl over and discover the information on TPB, but they do the same for every site on the Internet that hosts torrent files. As a result, users can go to Google to find a file that may be on any of the myriad torrent sites.
Conclusion
The potential liability of Google and likely liability of Grokster demonstrate the expansive reach of the Court's opinion in TPB. To be sure, the Court applied Swedish law, and many jurisdictions have different tests for secondary copyright liability. Nonetheless, the Court's broad views of complicity could, if adopted, have powerful effects in future cases. 21 At the time this article was written, TPB had recently switched to a torrent hosting service (rather than its own servers) for hosting the torrents listed on the site. Ernesto (covering sites that store data temporarily to facilitate transfers) and section 17 (covering services that store data to improve the efficiency of transfers) did not apply to TPB, which stored files in a more permanent fashion. Sections 18 and 19 were more directly relevant, but the court found that they still did not apply. Section 18 protects a service provider from liability if it was 'not aware of the existence of the illegal information or operation' and 'not aware of facts or circumstances which made it obvious that the illegal information or operation existed' unless it 'prevented the spread of the information without delay . . . as soon as [it] received knowledge about or became aware of' the infringement. Court verdict, at 56. The court found, however, that '[i]t must have been obvious to the defendants that the website contained torrent files which related to protected works' and that the defendants did not 'take any action to remove the torrent files in question, despite being urged to do so.' Section 19 provides immunity for service providers that do not commit a deliberate act relating to copyright infringement. This protection did not apply since 'all the defendants were aware that copyright-protected works were being made available through torrent files uploaded to The Pirate Bay' and 'they deliberately chose to ignore this fact.' 34 The Court dismissed the charge of 'preparation of breach of the Copyright Act' on the grounds that the defendants had already been convicted of complicity in the breach of the Copyright Act. 
