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Abstract: Cyberstalking has been defined as the use of electronic communication devices (including
the Internet and email) to stalk another person. The aim of this study was to compare the effects of
cyberstalking between victims of cyberstalking and victims of cyberstalking and previous offline
victimization in their lifetimes. Our hypothesis was that cyberstalking had an impact on victims’
wellbeing and contributed to increases in physical and emotional symptoms, anxiety and depression,
and that those symptoms increased in victims who had suffered previous offline victimization.
In an effort to investigate the effects of cyberstalking, a questionnaire was self-administered to
229 Italian students. A total of 107 participants (46.7%) indicated that they had been victims of
cyberstalking. Seventy-two of them (67.3%) were victims of both cyberstalking and other forms
of offline victimization in their lifetimes. Overall, our findings showed that the prevalence of
cyberstalking in our sample was higher than in previous investigations. With regard to consequences,
victims indicated higher scores for depression and anxiety than non-victims. In particular, victims
of cyberstalking and previous offline victimization in their lifetimes experienced more depression
and symptoms of trait anxiety than victims of cyberstalking only and non-victims. This investigation
suggests the importance of preventing cyberstalking and offering support to victims of cyberstalking.
Keywords: cyberstalking; coping strategies; previous victimization
1. Introduction
Cyberstalking has been defined as the use of electronic communication devices to stalk another
person (Spitzberg and Hoobler 2002). As argued by Strawhun et al. (2013), the term has been
used to refer ”to repeated threats or harassment through electronic mail or other computer-based
communication that make a reasonable person fear for his or her safety [ . . . ] Cyberstalking not
only provides more rapid methods of choosing and identifying victims but also has created more
subtle ways of constantly terrorizing individuals of all ages, races, genders, faiths, and sexual
orientation” (pp. 141–42) (see also Finn 2004). Like stalking, cyberstalking is a phenomenon
characterized by intrusive and repeated behaviour with the intent to threaten or harass the victim
(De Fazio and Sgarbi 2012; Sheridan and Grant 2007). Consequently, the victim experiences a serious,
continual state of anxiety or fear that affects their quality of life and could force him/her to change
his/her living habits (Westrup 1998; Acquadro Maran et al. 2017; Acquadro Maran and Varetto 2018).
Alexy et al. (2005) argued that the abilities of an online and an offline stalker are similar, as are the
impacts on the victim’s wellbeing.
Findings from studies conducted on the prevalence of the phenomenon have shown that among
college students, cyberstalking is a common behaviour, and it could be an antecedent to face-to-face
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expression of violence (Marganski and Melander 2018). Spitzberg and Hoobler (2002) found that among
235 undergraduate college students, almost one-third reported some form of unwanted online pursuit,
while Paullet et al. (2009), in their investigation among 302 undergraduate and graduate students, found
that 13% of the participants were victims of cyberstalking. Similar data were obtained by Kraft and
Wang (2010): in their investigation among 471 college students, 9% of the participants experienced
cyberstalking victimization. Victims stated that the main reason that they are targeted is because
someone decided to target them (see also Spitzberg and Hoobler 2002). A contributory factor seems
to be linked to the confidence placed in the online space, as students often do not exercise the same
caution in communicating online with unknown individuals as they would face-to-face interactions
(Lyndon et al. 2011; Marcum et al. 2017). They allow themselves to be vulnerable to cyberstalking online,
which can place them at risk for stalking in the real world if they post personal information (e.g., last name,
address, cell phone number, where they are) without thinking about the consequences (Wright 2018).
With regard to the nature of the victim–perpetrator relationship, previous research reported
contradictory results. For example, in a survey by Cavezza and McEwan (2014) among a sample of
36 forensic cyberstalkers, data showed that they were more likely to be ex-intimate partners. In the
investigation by Reyns et al. (2012) that involved 355 victims of cyberstalking, findings revealed that
perpetrators were most likely to be strangers (42.5%), while friends/acquaintances comprised 35.8% of
cyberstalkers and intimate partners comprised 21.7%. The behaviour that characterized cyberstalking
activity can vary, as suggested by Reyns et al. (2012), who noted identity fraud, unwanted contact,
threats of violence, unwanted sexual advances, and harassment among the many forms of cyberstalking
activity. D’Ovidio and Doyle (2003) analysed 134 records of cyberstalkers from the New York Police
Department’s Computer Investigation & Technology Unit. From their findings, it emerged that in
92% of the cases the offenders used only one type of behaviour (in 79% of cases the mode of contact
was email). Cyberstalking has consequences on victims’ mental health and wellbeing, such as distress
(Jansen van Rensburg 2017) and feelings of betrayal, hurt, paranoia, insomnia, anger, fear, anxiety and
depression (Cavezza and McEwan 2014; Golladay and Holtfreter 2017; Worsley et al. 2017).
An interesting question pertains to previous victimization, although currently there is a lack
of literature regarding the analysis of previous offline victimization and its consequences on
online victimization. The experience of offline forms of violence could have an impact on online
victimization; for example, the previous victimization could explain the difficulty in the use of
effective coping strategies and—as a consequence—the accompanying physical and emotional malaise
(Classen et al. 2005). Oksanen and Keipi (2013) in a cross-sectional survey in Finland, found that
prior violent victimization (e.g., harassment) was strongly associated with cyber victimization. In an
investigation on health care professional victims of stalking, Acquadro Maran and Varetto (2018) found
that among 270 self-declared victims, 54% of them previously experienced violence in their lives.
Moreover, in their revision of the literature, Classen et al. (2005) found that two-thirds of individuals
who were sexually victimized are at risk of revictimization. Previous victimization had a stronger
impact on individuals’ physical and emotional wellbeing; when they are revictimized, they show more
anxiety, more difficulty in interpersonal relationships, more depression and lower self-esteem than
victims who had not experienced previous victimization (Reed et al. 2016).
Current Study and Aim
In Italy, stalking has been a crime since 2009 (Penal Code, article 612 bis, 2009). The law states
the following: “Provided the act is not recognized as a more serious crime, it is a criminal offence,
punishable with imprisonment ranging from six months up to four years, to continuously threaten
or harass another person to such an extent as to cause a serious, continual state of anxiety or fear,
or to instill in the victim(s) a motivated fear for his/her own safety or for the safety of relatives or
other persons linked to the victim(s) by virtue of kinship or emotional relationship or to force the
victim(s) to change his/her living habits”. In the Italian legal system, the online conduct of defamation,
identity fraud, and hacking are considered an extension of stalking (Cassano 2017). In Italy, on average
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21.5% of women (Istat 2016) and 18.7% of men (Macrì et al. 2012) are victims of stalking. In regard to
cyberstalking, an investigation by Manunza et al. (2018) found that among 187 health care professionals,
3% experienced cyberstalking. However, to the best of our knowledge, there has not been investigation
on the prevalence of cyberstalking in Italian university students. Due the lack of information about
cyberstalking (e.g., characteristic behaviours, consequences) in this population, we intended first of
all to analyse the impact of cyberstalking on victims. Moreover, our aim was to analyse the impact
of this phenomenon on victims who had previous offline victimization experiences (e.g., bullying,
domestic violence), compared to those who did not have such previous experiences. Our hypothesis
was that cyberstalking had an impact on victims’ wellbeing and contributed to increases in physical
and emotional symptoms, anxiety and depression, and that those symptoms would be greater in
victims who had suffered previous victimization.
2. Results
The sample included 229 (91.6%) respondents; 21 questionnaires were not fully completed in most
parts of the scales (these questionnaires were excluded from analysis). The majority of respondents
(132, 57.6%) indicated that they spent 1–3 h on the Internet per day. The use of the Internet was
principally indicated as a way to have fun (225, 98.3%), send messages (218, 95.2%), chat (199, 86.9%)
and play games (71, 31%).
A total of 107 participants (46.7%) indicated that they had been victims of cyberstalking (61%
females; mean age = 22.7 years, SD = 1.97). Within this sample, 62 (57.9%) experienced more than one
type of cyberstalking behaviour. A total of 72 (67.3%) participants were victims of both cyberstalking
and other forms of victimization in their lifetimes, and the remaining portion of these participants
were victims of cyberstalking only. Most of the victims were single (65%), 27.5% were engaged, and
2.8% were cohabiting; the remaining individuals did not provide information about their relationship
status. To facilitate the presentation of this paper, we have labelled the victims of cyberstalking as VCS,
the victims who had experienced cyberstalking and previous offline victimization in their lifetimes as
VCSLF, and the subjects who had not experienced cyberstalking as NotVCS.
2.1. Characteristics of Cyberstalking
Overall, 64 (27.9%) participants defined themselves as victims of cyberstalking and reported
having suffered cyberstalking through online contacts (see Table 1). Online harassment was
experienced by 44 (19.2%) participants; 46 (20.1%) participants reported having suffered cyberstalking
through unwanted online sexual advances; online threats of violence were experienced by 27 (11.8%)
participants; and 28 participants (12.2%) reported having endured stalking through online identity
fraud. A total of 62 (57.9%) victims experienced more than one type of cyberstalking. In most of
the cases the victim was a female while the cyberstalker was a male. Moreover, in most cases the
cyberstalker was a friend/acquaintance.
Table 1. Characteristic of the cyberstalking campaign (N = 107). Values in percentage between brackets.
Online
Contacts
Online
Harassment
Online Unwanted
Sexual Advances
Online Threats
of Violence
Online
Identity Fraud
n = 64 (%) n = 44 (%) n = 46 (%) n = 27 (%) n = 28 (%)
Victims:
Female 47 (73.4) 23 (52.3) 34 (73.9) 12 (44.4) 15 (53.6)
Male 17 (26.6) 21 (47.7) 12 (26.1) 15 (55.6) 13 (46.4)
with previous victimization 42 (65.6) 35 (79.5) 34 (73.9) 21 (77.8) 21 (75)
Cyberstalker:
Female 13 (20.3) 11 (25) 4 (8.7) 9 (33.3) 4 (14.3)
Male 35 (54.7) 23 (52.3) 26 (56.5) 12 (44.4) 8 (28.6)
Nature of the relationship:
Ex-partner 13 (20.3) 7 (15.9) 2 (4.3) 3 (11.1) 3 (10.7)
Friends/Acquaintance 35 (54.7) 26 (59.1) 28 (60.9) 18 (66.7) 9 (32.11)
Unknown 16 (25) 11 (25) 16 (34.8) 6 (22.2) 16 (57.1)
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2.2. Physical and Emotional Symptoms in Victims of Cyberstalking
The victims reported various consequences connected to having experienced cyberstalking.
In Table 2, we report the physical and emotional symptoms. Only victims of cyberstalking responded
to these questions.
Table 2. Physical and emotional symptoms: comparison between victims of cyberstalking (VCS) and
victims who had experienced cyberstalking and previous offline victimization in their lifetimes (VCSLF)
(N = 107).
VCS VCSLF
χ2 p
n = 35 (%) n = 72 (%)
Physical symptoms:
Weight change 1 (2.9) 10 (13.9) 2.56 n.s.
Appetite trouble 3 (8.6) 11 (15.3) 0.56 n.s.
Sleep disorder 2 (5.7) 22 (30.6) 7.07 0.005
Headache 2 (5.7) 14 (19.4) 2.77 n.s.
Tiredness 3 (8.6) 18 (25) 3.12 n.s.
Nausea _ 12 (16.7) 5.84 0.010
Weakness 1 (2.9) 12 (16.7) 3.53 n.s.
Auto-inflicted injury - 1 (1.4) 0.43 n.s.
Laxative use - 1 (1.4) 0.43 n.s.
Forced vomiting - 2 (2.8) 0.87 n.s.
Being hurt by stalker - 2 (2.8) 0.87 n.s.
Panic attack 2 (5.7) 15 (20.8) 3.78 n.s.
Emotional symptoms:
Suicidal thoughts - 4 (5.6) 1.779 n.s.
Sadness 7 (20) 36 (50) 6.83 0.008
Anger 14 (40) 47 (65.3) 3.78 0.044
Confusion 10 (28.6) 35 (48.6) 2.00 n.s.
Fear 2 (5.7) 33 (45.8) 15.28 0.000
Lack of confidence in others 5 (14.3) 18 (25) 0.96 n.s.
Aggressiveness 5 (14.3) 18 (25) 0.96 n.s.
Paranoia 5 (14.3) 28 (38.9) 5.19 0.018
Irritation 12 (34.3) 40 (55.6) 2.49 n.s.
Agoraphobia 1 (2.9) 5(6.9) 0.53 n.s.
Note: value between brackets in percentage; χ2 = chi-square; p = p-value; n.s. = not statistically significant. The total
percentage can score over 100 because each subject could choose more than one consequence.
The findings evidenced a higher level of consequences in the VCSLF group. In particular,
concerning physical symptoms, the participants in the VCSLF group suffered from more sleep disorders
and nausea. Concerning emotional symptoms, they suffered more sadness, anger, fear and paranoia
than respondents in the VCS group.
2.3. Depression and Anxiety Symptoms
Overall, 133 participants (58.1%) had a minimal score on depression symptoms, 35 (15.3%) had
a mild score, and 26 (11.4%) had a moderate score, while 6 participants (2.6%) had a score on the
shortened Beck Depression Inventory (BDI) indicating a severe level of depression symptoms. The rest
of the participants did not answer the majority of the items. In the case of anxiety symptoms, for the
State Trait Anxiety Inventory (STAI)-Y1, 98 participants (42.8%) scored below 40, which is the threshold
value considered to be predictive of state anxiety symptoms. A total of 70 (30.6%) participants scored a
mild level of state anxiety; 33 (14.4%) scored a moderate level, and 14 (6.1%) scored a severe level of
state anxiety. A total of 14 participants did not answer the items correctly (they indicated more than
one answer). For the STAI-Y2, 88 participants (38.4%) scored below 40; 79 (34.5%) scored a mild level
of trait anxiety; 40 (17.5%) scored a moderate level, and 14 participants (6.1%) scored a severe level of
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trait anxiety. Eight participants did not respond correctly to the questionnaire, indicating more than
one response to the same items.
To analyse the impact of cyberstalking on victims, we compared NotVCS group (n = 122) with
the VCSLF (n = 72) and VCS (n = 35) groups. A one-way ANOVA was performed, and the BDI,
STAI-Y1 and STAI-Y2 scales were introduced as dependent variables (Table 3). Tukey post-hoc tests
were performed.
Table 3. Depression and anxiety symptoms: comparison between subjects who had not experienced
cyberstalking (NotVCS), victims of cyberstalking (VCS) and victims who had experienced cyberstalking
and previous offline victimization in their lifetimes (VCSLF) (one-way ANOVA) (N = 229).
NotVCS
n = 122 (%)
VCS
n = 35 (%)
VCSLF
n = 72 (%) F p
M (SD) M (SD) M (SD)
Depression symptoms
(Range: 0–15) 3.03
a (3.349) 3.84 ab (3.751) 5.30 b (5.040) 6.13 <0.005
Anxiety symptoms—state inventory
(Range: 20–80) 40.78 (11.692) 38.97 (9.446) 43.22 (10.992) 0.83 n.s.
Anxiety symptoms—trait inventory
(Range: 20–80)
41.77 a
(10.856)
41.18 ab
(10.131)
45.39 b
(10.100)
1.52 <0.05
M = mean; SD = standard deviation; F = Fisher’s ratio; p = p value; n.s. = not statistically significant. Significantly
different means are indicated with different superscript letters.
The results emphasized that depressive symptoms and permanent anxiety symptoms (trait
inventory) were significantly higher in the VCSLF group, with respect to those who were in the
NotVCS group. No differences were found in the case of state anxiety symptoms.
3. Discussion
The aim of this study was to analyse the impact of cyberstalking, comparing victims of
cyberstalking with victims of cyberstalking who had also experienced previous offline victimization in
their lifetimes. Overall, our findings showed that the prevalence of cyberstalking was higher in our
sample than in previous investigations. Whilst we found that more than 46% of the sample experienced
cyberstalking, Paullet et al. (2009) found a victimization prevalence of one-third. An explanation could
be found in the different gender composition of the sample, as we have an almost equal distribution of
male and female participants. As suggested by Tjaden and Thoennes (2000), females are more prone
to perceive themselves as victims, while men do not tend to perceive some intrusive behaviours as
part of stalking (Sheridan et al. 2002; Yanowitz 2006). Furthermore, a possible explanation could be
that the rates were higher because the thresholds for a label of cyberstalking were very low. Further
research is needed to investigate in greater depth the gender differences in cyberstalking and to better
understand the behaviours perceived as part of cyberstalking from a gender-specific point of view,
using a clearer definition of what cyberstalking is and is not.
Among the behaviours that characterize cyberstalking, findings did not confirm those of the
investigation by Cavezza and McEwan (2014) and Reyns et al. (2012), given that in our sample, most of
the cyberstalkers were friends or acquaintances and not principally ex-intimate partners or strangers.
Furthermore, our findings did not confirm the results of the D’Ovidio and Doyle (2003) investigation,
as in our sample, most participants experienced more than one type of cyberstalking.
With regard to consequences, our findings supported those of previous investigations. In our
sample, victims indicated higher scores for depression and anxiety than non-victims. In particular,
victims of cyberstalking who had also experienced previous victimization in their lifetimes experienced
more depression and symptoms of trait anxiety than victims of cyberstalking only and non-victims.
These data shown that the lack of interventions for victims causes consequences that affect their quality
of life. As noted by Jack et al. (2012), these consequences could become chronic and affect individuals’
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wellbeing and the quality of their social lives. The victims are at risk of experiencing a progressive
distrust in others (see Davis et al. 1996), and many of the victims in this study who had experienced
previous victimization were already manifesting signs of this tendency in terms of paranoia, fear, anger,
and sadness. Moreover, as noted by Byrne and Senehi (2012), the ability to ask for help permits victims
to understand how to cope with violent behaviours, decreases the risk of perpetuating a behavioural
pattern that leads to a dysfunctional relationship, and leads to the recognition of potentially harmful
relationships. Future investigations could consider the ability of victims to cope with stressful situations
and the ways of suggesting different and more effective strategies.
This investigation has some limitations that must be considered. First, the majority of participants
were university students who were residents of a region in north-western Italy. The sample may
not have been entirely representative of the reference population, both in terms of educational level,
residence and age. Moreover, we did not consider some important variables about the participants,
such as gender and sexual orientation. Further research could be conducted on a wider sample of
males and females in which information on sexual orientation is also collected. Such a study could
allow for the investigation of lesbian, gay, bisexual, and transgender (LGBT) cyberstalking victims and
the characteristics of cyberstalking, particularly in relation to the gender of the cyberstalker and the
nature of the victim–perpetrator relationship. This information could be useful in understanding the
role of acquaintances and strangers in the cyberstalking phenomenon related to sexual orientation.
Finally, we did not consider the duration of cyberstalking, the coping strategies adopted and whether
or not the victims reported (in this case, the motives) the cyberstalking to the police. The comparison of
victims with those who had also experienced previous victimization could be useful in understanding
the ability to ask for help.
Despite these limitations, the investigation suggests the importance of preventing cyberstalking
and offering support to victims of cyberstalking. For example, it could be useful to prevent the
phenomenon from occurring in cyberspace by offering strategies to stop unwanted online attention
and intrusive behaviours. Reyns (2010) suggested the use of Situational Crime Prevention, whose
purpose is “to reduce opportunities for crime by analysis and manipulation of the mechanisms which
give rise to the specific crime” (p. 106), in order to limit cyberstalking. The program aimed to
suggest strategies for coping with online harassment. These strategies are oriented towards increasing
the effort (e.g., refusing to engage in communication when contacted online), increasing the risks
for the cyberstalker to be identified (e.g., requiring a verification of identity before providing an
email address), reducing the rewards (e.g., restricting social network page access to friends only),
and removing excuses (e.g., reminders to potential cyberstalkers that harassment is not acceptable).
Moreover, easier methods of reporting cyberstalking, not only via phone but also via e-mail or
online contact, could help victims report these experiences to the police. A description of the services
offered by the police could be available in online environments, such as chat rooms and social networks,
and could serve as a source of information for both victims and cyberstalkers. These recommendations
do not mean that we suggest a more controlling presence by police in cyberspace; rather, we suggest a
higher visibility of what the police could do to protect a victim of cyberstalking. Reporting to the police
not only allows victims to intervene in the act of cyberstalking, but it also permits victims to recognize
their victimization and their need for help. This recognition is the first strategy for decreasing an
individual’s discomfort and increasing collective security. With regard to intervention, it is crucial for
victims to recognize their perception of vulnerability and to enhance their ability to defend themselves
(Brown 2007). Finally, the support of a counsellor and/or a therapist could be important in recognizing
the problem and increasing the ability of victims to cope, thus reducing distress and empowering
victims with resilience (Iliffe and Steed 2000). These strategies could decrease the risk of a lack of
confidence in others and social avoidance and isolation, which are feelings that characterize the victims
of violent behaviours (Koss et al. 2017), such as cyberstalking victims.
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4. Methods
4.1. Participants
Participants were 229 students from the University of Torino, which is situated in a large city
in the northwest of the country. The questionnaires were distributed to over 250 students; 21 (8.4%)
questionnaires were not fully completed. Respondents were almost equally distributed among females
(116, 50.7%) and males, who were aged 18 to 27 years (M = 22.7, SD = 2.31). With regard to marital
status, the majority of participants were single (140, 61.1%), 70 (30.6%) were engaged, 13 (5.7%)
indicated another type of engagement (such as “in the friend zone”), and 6 (3.5%) were cohabiting.
All respondents participated on a voluntary basis and did not receive any compensation or extra credit
for their participation in the investigation.
4.2. Measures
4.2.1. Cyberstalking
The phenomenon was described in the questionnaire using the definition by Spitzberg and
Hoobler (2002) and those on stalking by Galeazzi and Curci (2001): “Cyberstalking is a phenomenon
that is defined as a set of threatening and/or harassing repeated behaviours aimed at searching,
controlling, hacking personal information, and damaging an individual’s reputation through the use of
online communication tools: e-mail, blogs, social networks, chat rooms or other sites. Such undesirable
behaviours are perceived by the victim as annoying, unwanted, threatening to their own safety”.
The scale developed by Reyns et al. (2012) was used to investigate the behaviours that characterized
cyberstalking: contact (“Has anyone ever contacted you or attempted to contact you on more than one
occasion online after you asked/told them to stop?”, possible answers yes/no), harassment (“Has anyone
ever persistently harassed or annoyed you or on more than one occasion online?”, possible answers yes/no),
unwanted sexual advances (“Has anyone ever made unwanted sexual advances toward you on more than one
occasion online?”, possible answers yes/no), threats of violence (“Has anyone ever spoken to you in a violent
manner or threatened to physically harm you on more than one occasion online?”, possible answers yes/no)
and identity fraud (“Has anyone ever pretended to be you online, without your permission?”, possible
answers yes/no). For each behaviour, respondents were asked to answer whether or not they had
experienced the behaviours and identify the nature of the victim–perpetrator relationship (possible
answers: intimate partner, friend/acquaintance, stranger). Participants could indicate one or more
than one behaviour (single or multiple victimization; e.g., only contact, contact and unwanted sexual
advances). As suggested by Reyns et al. (2012), the cyberstalking victims were those who answered
yes to at least one of the forms of cyberstalking behaviour. The questionnaire was adapted for use
with an Italian audience by translating it from British English and then back-translating it (White and
Elander 1992). The translation was performed by the authors and two research assistants and was
matched to agreement in a final version.
4.2.2. Consequences
This measure was retrieved from the Italian (Acquadro Maran et al. 2014, 2017) version of
the questionnaire constructed by the Network for Surviving Stalking (NSS) with Dr. Lorraine
Sheridan (Forensic Psychologist, University of Leicester). It comprises one question about the physical
consequences (12 items, yes/no answers; e.g., sleep disorder) and emotional consequences (11 items,
yes/no answers; e.g., sadness).
4.2.3. Depression and Anxiety Symptoms
The shortened Beck Depression Inventory (BDI, Beck and Beck 1972) and the State Trait Anxiety
Inventory (STAI, Spielberger 1988; Italian version by Pedrabissi and Santinello 1989) were used to
investigate the psychological signs in victims as a consequence of cyberstalking. The scoring of the
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shortened BDI (13 items) permits the classification of no or minimal depression (scores 0–4), mild
depression (5–7), moderate depression (8–15), and severe depression (>15) (in this study, Cronbach’s α
was 0.82). The STAI consists of two forms (Y1 and Y2; 20 items each) used for assessing how victims of
cyberstalking feel “right now” at this moment (state inventory) and how they feel most of the time
(trait inventory). Total scores can range between 20 and 80, and 40 is the threshold value considered to
be predictive of anxiety symptoms. A rating scale defines the level of severity: from 40 to 50 is mild, 51
to 60 is moderate, >60 is severe. Cronbach’s α for the two forms was 0.93 and 0.92, respectively.
4.2.4. Demographic Questions and Previous Victimization
Participants were asked to indicate their gender, age, education, marital status, and time spent
on social networks. They were also asked to indicate if, in their lifetime, they were victims of
offline harassment or violence (In your lifetime, have you been a victim of physical or emotional violence?)
experienced before their cyberstalking victimization, both as single and repeated episodes (e.g., sexual
harassment, bullying).
4.3. Procedure
The data were collected by research assistants trained by the researchers. After the approval of the
local ethical committee (NO. 277326/2017), each participant was given a printout of the questionnaire,
the information letter, and the informed consent form in accordance with the Declaration of Helsinki.
The questionnaires were administered to 250 students in classrooms before the beginning of a lesson,
in the cafeterias and in dormitories. Participation in this study was voluntary. The questionnaires
were returned immediately. Data were processed using the software IBM SPSS version 25 to produce
mainly descriptive and inferential statistics. Descriptive measures (means ± SD) were calculated for
all test variables for each typology of victims (victims with or without previous victimization). χ2 tests
were used to measure the differences between groups. One-way ANOVA was calculated to test the
mean score differences in the BDI, STAI-Y1 and STAI-Y2 between groups. Differences were considered
statistically significant if p < 0.05.
Author Contributions: Conceptualization, d.a.m. and t.b.; formal analysis, t.b.; investigation, d.a.m. and t.b.;
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