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ABSTRACT 
 
Nowadays, privacy issue becomes one of the main concerns of persons 
among their raw data. This happens at a time, when more and more historically 
public information is also electronically available. When these data are linked 
together, they provide an electronic shadow of a person or organization that is as 
identifying and personal as a fingerprint even when the information contains no 
explicit identifiers, such as name and phone number. Other distinctive data, such as 
birth date and ZIP code, often combine uniquely and can be linked to publicly 
available information to re-identify individuals. However, there are several k-
anonymity algorithms available in the literature to solve that problem such as Datafly 
and Incognito. Nevertheless, their study of performances in terms of efficiency and 
accuracy is lacking. In this study, we compare these two k-anonymity algorithms. So 
that users can select which algorithm is more suitable for their data mining. The 
finding shows that Datafly gives higher overall efficiency. Comparing with Incognito 
which gives high accuracy. Consistent good performance of Incognito in k-
anonymity has made a promising k-anonymity  techniques to be used in the Privacy 
Preserving Technique. 
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ABSTRAK 
 
 
          Pada masa kini, isu privasi menjadi salah satu keprihatinan seseorang tentang 
data Asal. Ini terjadi apabila semakin banyak sejarah maklumat umum diperolehi 
secara elektronik. Apabila data ini berhubungan antara satu sama lain, data tersebut 
memberikan bayangan elektronik tentang seseorang atau organisasi yang 
dikenalpasti dan sulit seperti cap jari walaupun maklumat tersebut tiada pengenalan 
yang nyata seperti nama dan nombor telefon.Data yang berkaitan lain seperti tarikh 
lahir dan kod ZIP, sering digabungkan dan dihubungkan untuk dipaparkan pada 
umum untuk mengenalpasti semula seseorang individu. Walaubagaimanapun, 
terdapat banyak algoritma k-anonimiti di dalam penyelidikan untuk menyelesaikan 
masalah tersebut seperti Datafly dan Incognito.Tambahan lagi, kajian tentang 
prestasi daripada segi kadar efisyensi dan ketepatan adalah lemah. Dalam kajian ini, 
kami membandingkan kedua-dua algoritma k-anonimiti ini. Supaya pengguna dapat 
pilih algoritma mana yang lebih sesuai untuk kenalpasti data.Penemuan ini 
menunjukkan bahawa Datafly memberikan kadar efisyensi yang lebih tinggi secara 
keseluruhannya.berbanding dengan Incognito yang memberikan lebih tinggi kadar 
ketepatannya. Kestabilan prestasi incognito yang baik dalam k-anonimiti 
membuatkan teknik k-anonomiti yang meyakinkan untuk digunakan di dalam 
TEknik Pengekalan Privasi. 
 
