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ABSTRACT 
Soldier Station is a networked, human-in-the-loop, virtual dismounted infantryman (DI) simulator with underlying 
constructive model algorithms for movement, detection, engagement, and damage assessment. It is being developed 
by TRADOC Analysis Center - White Sands Missile Range, New Mexico, to analyze DI issues pertaining to 
situational awareness, command and control, and tactics techniques and procedures. It is unique in its design to 
integrate virtual and constructive simulations to provide analytical capabilities. This paper describes various issues 
involved in using Soldier Station for analysis including study design, exercise planning, run-time control, and data 
collection. Advantages and disadvantages to using such a system are presented along with lessons learned so far. 
Soldier Station currently uses Distributed Interactive Simulation network protocols. The paper concludes with plans 




1.0 INTRODUCTION     
Complexity and diversity of analysis problems have 
motivated the development of new problem solving 
techniques which are distinct from the traditional means 
of involving numerous constructive model runs. While 
still widely used in the analysis community, 
constructive models are weak in their ability to portray 
human decision processes. The desire for realistic 
human decision-making in simulations has prompted 
the use of human-in-the-loop (HITL) simulators and 
virtual reality computer technology. However, most 
HITL simulators have been designed primarily for 
training applications, and hence, they have limited 
capabilities to serve as analysis tools as well. Soldier 
Station is designed to fill the need for an analysis tool 
with HITL simulator capabilities and the ability to 
address Dismounted Infantry (DI) analysis issues. 
 
This paper will focus on the analytic capabilities of 
Soldier Station. Details of a recent study will be 
presented along with some lessons learned and insights 
gained. A discussion on how Soldier Station plans 
exploit the High Level Architecture paradigm to 
enhance its analysis and networking capabilities is also 
included. 
 
2.0 OVERVIEW OF SOLDIER STATION 
Soldier Station is a networked, human-in-the-loop, 
virtual DI simulator with underlying constructive model 
algorithms for movement, detection, engagement, and 
damage assessment. It is being developed by TRADOC 
Analysis Center - White Sands Missile Range, New 
Mexico, to analyze new tactical equipment for DI. 
Additionally, Soldier Station will provide system 
capabilities to analyze DI issues pertaining to 
situational awareness (SA), command and control (C2), 
and tactics, techniques and procedures (TTP). Soldier 
Station is unique in its design to integrate virtual and 
constructive simulations to provide analytical 
capabilities. Soldier Station provides human-in-the-
loop, virtual simulator capabilities and can be 
networked with other simulations in a Distributed 
Interactive Simulation (DIS) exercise to address larger 
scale analysis needs. It uses Janus-based DI combat 
algorithms and U.S. Army Materiel Systems Analysis 
Activity (AAMSA) approved data. Importantly, it also 
has built-in capabilities to log data as needed for its 
analysis studies. 
 
As shown in Figure 1, the Soldier Station tactical player 
controls the virtual soldier by interacting with a 
Graphical User Interface (GUI) and a BG Flybox 
device. For example, he may fire the weapon by pulling 
the joystick trigger, input speed by moving a Flybox 
lever, select a new posture, weapon or sensor by 
pushing buttons. The tactical player views a 3D 
representation of the virtual world on a monitor and 










Figure 1 Soldier Station is a human-in-the-loop 
simulator for dismounted infantry analysis studies 
(from Pratt et al, 1996). 
 
Soldier Station is actually a distributed system which is 
internally comprised of two separate computers, one 
which hosts the Soldier Station main system and one 
which hosts the user interface system (see Figure 2). 
The main system is primarily responsible for generating 
the Visualization Module (VM) 3D graphics, managing 
DIS networking, and executing the Combat Module 
(CM) algorithms. The user interface system handles the 
tactical player’s inputs from the touchscreen graphical 
user interface (GUI) and the BG Flybox. A DIS 
networked sound server application may also be run on 
either system.  
 
Soldier Station uses DIS network Protocol Data Units 
(PDUs) to communicate with other systems in a 
networked simulation exercise. Multicast network 
communications are used internally between the main 




Figure 2 Soldier Station is a distributed system 
which currently uses DIS and multicast network 
protocols. 
 
3.0 SOLDIER STATION FOR ANALYSIS  
Soldier Station is more than a HITL visual simulation. 
Its overall objective is to conduct DI analysis studies. 
The task of actually simulating DIs is only a step 
towards achieving the end results. Hasting [1996] lists 
some standard guidelines for using Soldier Station in 
analysis studies:  
 
•  define the problem   
•  define and develop the methodology to solve it 
•  enhance the model as necessary 
•  collect and verify the data 
•  conduct model runs and analyze the results 
•  document and present the results 
 
This section will explain how Soldier Station has been 
recently used in its first analysis study. New 
developments underway to support the next study will 
be briefly described. 
 
3.1 Combat Identification Study 
The Project Manager for Combat Identification 
requested that TRAC-WSMR provide simulation and 
analytical support to assist them in determining the 
feasibility of modeling Dismounted Combat 
Identification (CID) concepts and systems using 
constructive model, Janus/JLINK  (Janus linked to DIS) 
(Pate and Roussos, 1996), and virtual model, Soldier 
Station. Janus only and Janus/Soldier Station 
simulations would be used to evaluate the effects of 
alternative dismounted soldier CID concepts on 
fratricide and small unit performance. 
 
3.1.1 Study Design 
The focus of the study was direct fire fratricide between 
dismounted forces.  The study would be conducted in 
two distinct phases. The first phase would involve 
developing, modifying and running a Janus scenario 
without generic Combat Identification Dismounted 
Soldier System (CIDDSS) capability. This represented 
DI with potential for the occurrence of direct fire 
fratricide. The soldier who committed the most 
fratricide would be identified. The  scenario would then 
be rerun with this Janus soldier replaced by three 
different human-in-the-loop Soldier Station tactical 
players.   
 
The second phase involved running the same Janus 
scenario with generic CIDSS capability provided to all 
Blue Forces (BLUEFOR). The soldier who committed 
the most fratricide would be identified. The  scenario 
would then be rerun with this Janus soldier replaced by 
a Soldier Station tactical player with CIDDSS 
capability.  
 
Data from the Janus only and Janus/Soldier Station runs 
would be compared and analyzed for each of the two 
phases. Results from the runs of phase one would also 
be compared with results from the runs of phase two. 
 
3.1.2 Exercise Planning 
Janus was used to develop a BLUEFOR dismounted 
infantry platoon daytime attack using Fort Drum 
terrain. As shown in Figure 3,  the dismounted forces 
included a main BLUEFOR assault element, a 
BLUEFOR Support By Fire (SBF) squad, and an 
Opposing Force (OPFOR) squad.  The  scenario called 
for the BLUEFOR assault element to attack the 
objective with support provided by the BLUEFOR SBF 
element. The OPFOR squad was to defend the objective 
and an OPFOR Observation Point (OP) which was in 
the process of being replaced.   
 
Several  scenario conditions were created to induce the 
opportunity for fratricide by the BLUEFOR SBF 
element. The assault begins further to the northeast and 
is oriented towards the south (rather than the west) 
while the SBF element is slightly too far to the east. 
The BLUEFOR assault element encounters an 
unexpected OPFOR patrol between themselves and the 
SBF element. Communications between the two 
BLUEFOR positions are lost.  The BLUEFOR SBF 
element, not expecting the assault to come from the 
north, engages the OPFOR patrol, the BLUEFOR 
assault element and the objective.  
 
The CIDDSS device used in the phase two runs was 
leveraged off the existing Janus Battlefield Combat 
Identification System (BCIS), which was developed for 
armored vehicles.  The same type data was used to 
model it, e.g. BCIS functional type, beam width, range 
gate, and processing time.  In order to query a target, 
line-of-sight (LOS) had to exist between the Soldier 
Station entity and his intended target.  Results of the 
query could be one of the following:  
 
• target unknown 
• target friendly 
• other same side target responded as friendly 
• target is an enemy but a friendly unit responded 
(target masking) 
 
If any of the responses indicated that a friendly unit was 
present in the beam width and range gate, an audio tone 
was heard and a message was displayed on the Soldier 
Station’s GUI touchscreen.  The general procedure for 
using the CIDDSS device called for the tactical player 
to align the weapon on the target, push a button to 
query a detected target, and then wait to hear if a 
Identification Friendly or Foe (IFF) response was 
received. If no response was received within a few 




Figure 3 The CID Study scenario. 
 
3.1.3 Run-time Control 
The Janus and Soldier Station runs all used the same 
force structure.  All runs lasted approximately 10 
minutes.  Both BLUEFOR and OPFOR soldiers used 
only unaided vision for acquisition and engagement.  
The same tactical conditions were imposed on all runs, 
e.g. the BLUEFOR did not open fire until they were 
engaged by the OPFOR patrol and/or OPFOR 
objective, and at that point in the battle, all the elements 
commenced firing.  The battle continued for three to 
four minutes, at which time the BLUEFOR assault 
force broke off the attack due to excessive losses.  
Ending criteria was when BLUEFOR fatal losses 
reached 12 soldiers.  
 
As a member of the SBF element, the Soldier Station 
entity was not allowed total freedom of movement.  The 
Soldier Station tactical player had to keep a detected 
SBF soldier entity always to his front and his ability to 
maneuver was limited to what other SBF elements were 
doing, i.e. walk then conduct short rushes while in 
assault mode.  His rules of engagement were limited to 
using only the M16A2 rifle, eyes and gun sight sensors.  
During the phase two Janus/Soldier Station runs, the 
tactical player was required to query the intended target 
with the CIDDSS device before engagement. 
 
3.1.4 Data Collection and Analysis 
Data was collected during the simulations in the Janus 
Post-Processor (PP) data files and PP data files 
generated by Soldier Station. Each set of PP files 
contained data about movement, detection, engagement, 
assessment, smoke, artillery, and other miscellaneous 
information.   
 
All data was processed and analyzed using the Janus 
Post-Processor Program. Data analysis concentrated on 
direct fire shots and kills to include fratricide shots and 
kills for Janus and Soldier Station entities during both 
phases of runs (with and without CIDDSS).  Specific 
data elements were computed, such as total number of 
shots, minimum range shots, median range shots, mean 
range shots, maximum range shots, CIDDSS queries, 
and the standard deviation of the ranges. The final 
results of the CID Study are still pending and will be 
presented at a later date. 
 
3.1.5 Lessons Learned and Insights Gained 
Although the final CID Study results are not yet 
available, there are several lessons learned and insights 
gained from using Soldier Station in this first study. 
Like most analytic models, Soldier Station is a complex 
system of systems whose sub-components must each be 
validated for analysis. Successful use of such a system 
requires an understanding of the system’s capabilities 
and limitations. 
 
Firstly, the design of the scenarios had to consider 
Soldier Station’s limitations as a networked, virtual 
simulation. Virtual battlefield simulations demand 
intensive amounts of computer resources, particularly 
graphics resources. They are generally limited by large 
terrain database size, high terrain database resolution 
and large numbers of highly articulated, dynamic DI 
entities which can be simultaneously represented.  
Networked simulations are further constrained by 
network bandwidth limitations which, when exceeded 
by real-time human-in-the-loop simulators, could 
severely degrade user interactivity. This could lead to 
misleading analysis results,  for example,  more missed 
shots due to sluggish system performance.  Thus, 
overall simulation scales and extents were balanced to 
maintain acceptable Soldier Station system 
performance. 
 
Secondly, the user interface was tuned to meet the goals 
of the specific study. As a human-in-the-loop simulator, 
Soldier Station puts decision-making responsibilities 
into the hands of the tactical player.  He is responsible 
for movement/posture control, interrogating potential 
targets, selecting weapons/sensors, and engaging/firing 
at targets. He is also responsible for situation 
awareness, namely he must react to the virtual 
battlefield dynamics as he would in real life. These run-
time user demands require proficient operation of the 
user interface. Though it was generally easier to train 
Soldier Station tactical players than it was to train 
constructive model Janus gamers, some practice was 
required to operate the three-axis joystick (which 
controls body, head and weapon movement,  and 
tracking/targeting units for CIDDSS device queries and 
weapon firing). Numerous practice runs were made, 
and code modifications and enhancements per users’ 
comments were carried out where possible. 
 
Before the production CID study runs were made, 
entity locations, defilade and holdfire statuses were 
validated in order to ensure that the artificial battle 
confusion was properly generated. A calibration of 
Soldier Station’s sensor field of view based on the 
monitor screen size was also required to better match 
Janus and Soldier Station target displays. Despite these 
pre-study measures, it was noticed that the Soldier 
Station tactical player engaged targets at a slower rate 
than the average Janus soldier.  This occurred because 
the tactical player must actually determine which 
target(s) to engage while the Janus code automatically 
determines targets for the Janus soldiers. The number of 
fratricides in the Janus/Soldier Station runs will be 
affected because the human-in-the-loop could not detect 
targets at the same rates as Janus.  
 
3.2 Upcoming Land Warrior Study 
New Soldier Station system developments are 
underway to support a study of the Land Warrior/Force 
XXI Land Warrior (LW/FXXI LW) systems. 
Operational gamers will participate in virtual battle 
scenarios as dismounted soldiers equipped with Land 
Warrior system components. Various LW hardware 
components will be integrated into the Soldier Station 
system. These include a Helmet Mounted Interface 
(HMI), a Global Positioning System (GPS), a Laser 
Range Finder/Digital Compass Assembly (LRF/DCA), 
a Speech Recognition system, a Thermal Weapon Sight 
(TWS) and weapon camera, and optionally, a soldier 
and squad radio.  
 
The human-in-the-loop experiments will simulate the 
future soldier system and facilitate hardware-in-the-
loop analyses. They will assist in illustrating and 
analyzing the C2 and SA capabilities of the LW 
hardware. The goal of this study is to provide risk 
reduction through early modeling and simulation of the 
new technology. The results of the study will support 
the development of Early User Tests (EUTs) for the 
FXXI LW program and Initial Operational Test and 
Evaluation (IOT&E) by studying the TTPs which take 
advantage of the LW/FXXI LW system. The data 
collected will also support the Cost and Operational 
Effectiveness Analysis (COEA). (Jones, 1996) 
 
4.0 IMPACT OF HIGH LEVEL ARCHITECTURE  
Currently, Soldier Station uses DIS protocols and 
multicast network protocols concurrently.   Soldier 
Station uses DIS network protocols to communicate 
with other participants of a networked simulation 
exercise, which may include other Soldier Station 
systems, other human-in-the-loop simulators, data 
loggers, or applications which manage computer 
generated forces. DIS entities and their interactions are 
represented using Entity State PDUs, Fire PDUs, 
Detonation PDUs, and Resupply PDUs. Most of the 
data that is transmitted between the Soldier Station 
main system and the user interface system is not 
supported within the DIS protocols. Thus, internal 
Soldier Station communication is alternatively 
accomplished via multicast networking protocols. To 
overcome current DIS limitations, Soldier Station will 
exploit the new High Level Architecture (HLA) 
paradigm. 
 
4.1 Current Networking Limitations 
DIS was originally designed to represent vehicle 
platforms in training simulations at the platoon to 
company level. As such, it falls noticeably short of 
meeting Soldier Station's requirements to represent 
complex, dynamic DI entities and their interactions for 
analysis applications. The existing Entity State PDU 
fields and enumerations are inadequate for representing 
highly articulated entities such as humans. For example, 
the small number of available postures limits DI 
capabilities in scenarios, and there is no support for 
hand signals, switching of weapons or sensors. To meet 
Soldier Station simulation and analysis requirements, 
several extensions to the DIS protocols have been 
employed. The extensions have been limited to the use 
of padding or other unused PDU fields to maintain 
overall DIS compliancy. 
 
To facilitate internal Soldier Station communications 
between the two Soldier Station components, multicast 
networking is used. DIS PDUs support only the 
communication of truth data (such as position and 
appearance), which try to describe "what" is happening 
in a simulation. The communication of perceptual data 
(such as what entities are detected, which sensor is 
active, how many weapon rounds are left), which may 
answer "why" things happen in a simulation, is not 
supported in DIS (A&E Tiger Team, 1996).  
 
Soldier Station exchanges significant amounts of 
perceptual data pertinent for analyses outside of DIS. 
The data can be internally logged by Soldier Station 
itself or externally by outside data loggers and other 
interested applications which subscribe to the 
appropriate multicast address. In lieu of HLA, the 
current multicasting scheme has facilitated some 
attractive logical network partitioning and subscription 
mechanisms for Soldier Station already (Pratt et al, 
1996). 
 
4.2 Exploiting the HLA Paradigm 
HLA is designed to provide a structural basis for 
interoperability and reuse, but it does not guarantee that 
either will result (DMSO, 1996). There are several 
inherent HLA advantages which can greatly enhance 
Soldier Station's capabilities as a DI simulator and as a 
DI analysis tool. However, they assume that a suitable 
level of interoperability exists between other distributed 
simulation systems. The approach to exploiting HLA in 
Soldier Station  is shared with the hope that it will 
facilitate the interoperability required. 
 
4.2.1 Communicating Perceptual Data Objects 
HLA is inherently flexible in supporting the 
communication of nearly any type of data as long as it 
is agreed upon beforehand by the federates in the 
Federation Object Model (FOM). Thus, both truth and 
perceived data objects may be flexibly defined and 
exchanged. This could allow outside federates, such as 
a data logger tool or perhaps other outside systems, the 
ability to subscribe to Soldier Station perceptual data 
objects (which have so far required knowledge about 
Soldier Station’s internal communications). A separate 
data logger tool could off-load cumbersome data 
collection tasks from a Soldier Station system to 
facilitate better system performance. In some DI 
analysis simulations, the sharing of perceptual data 
(such as SA, C2 and TTP information) may be required 
between multiple Soldier Stations to simulate the future 
communication and coordination capabilities between 
soldiers.  
 
Truth and perceptual data objects are both important for 
analysis studies. However, lack of experience in 
defining and communicating perceptual data in 
distributed simulations may inhibit its effective 
exchange. Standardization of perceptual data objects 
can improve interoperability between simulations, 
provide software reuse opportunities and allow the 
development of robust analysis tools vice those which 
handle only specific types of data for specific users 
(A&E Tiger Team, 1996). Table 1 (at the end of the 
paper) lists some useful perceived data objects for 
Soldier Station. The associated truth data objects and 
whether the perceived data objects are periodic or 
event-like in nature are also listed. 
 
4.2.2 HLA Representations 
The hierarchical nature  of HLA and Soldier Station's 
distributed system design allows for the consideration 
of more than one HLA representation for Soldier 
Station. In a simulation exercise involving other 
networked simulations or simulators, external HLA 
compliancy by FY 2001 has been mandated by the 
Department of Defense (DoD). That is, Soldier Station, 
as a single federate, must adhere to the HLA Rules 
specified for federates and federations in which it plans 
to participate (DMSO, 1996).  There are at least three 
different approaches to consider for Soldier Station. 
 
 
Figure 4 Soldier Station represented as a single level 
HLA federate. 
 
The first approach minimally satisfies HLA compliancy 
by representing Soldier Station as a single level federate 
with continued use of multicast communications 
between the Soldier Station internal components. This 
solution utilizes HLA only for the external system 
networking without affecting internal system 
networking and is shown in Figure 4. 
 
The other two approaches involve making the internal 
Soldier Station system communications HLA compliant 
as well. This facilitates two levels of HLA compliancy 
for Soldier Station, external and internal. 
 
The second approach is to externally represent Soldier 
Station as one physical federate, but internally represent 
it as a collection of logical component federates. Each 
Soldier Station component is a federate with its own 
Simulation Object Model (SOM) and interface to the 
HLA Runtime Infrastructure (RTI). All the Soldier 
Station system components and other exercise federates 
participate together in one federation whose FOM is 
logically partitioned so that both the external and 
internal Soldier Station data exchange requirements are 




Figure 5 Soldier Station represented as one external 
federate but internally as two logical federates. 
 
The third approach is to externally represent Soldier 
Station system as one physical federate (as before), but 
internally represent it as a collection of concurrent 
physical federates which together comprise another 
internal federation. This internal federation would have 
an internal FOM to support the exchange of data within 
the Soldier Station itself. The main Soldier Station 
system would act as two concurrent physical federates, 
one in the internal federation and one in the external 
federation. The user interface system would act as a 
federate in the internal federation only. Any exchange 
of data between the external and internal federations 
would be constrained to go through the main Soldier 
Station system. This configuration is shown in Figure 6.  
 
 
Figure 6 Soldier Station represented as one external 
federate but internally as a  federation. 
 
The determination of which HLA representation is best 
will depend multiple factors, such as overall goals of 
the federation simulation, interoperability with other 
federates, federation complexity, and any RTI overhead 
associated these representations. Hunt et al [1996] 
proposes the concept of sub-federations for distributed 
systems and discusses various RTI management service 
issues with respect to hierarchical HLA representations. 
Sub-federations appear useful for Soldier Station as 
well. As HLA continues to evolve, various HLA 
representations for Soldier Station will be investigated 
as needed. 
 
4.2.3 Flexible, Extensible System Configurations 
Multi-level HLA compliance encourages the 
extensibility of distributed systems such as Soldier 
Station. The addition of a new Soldier Station system 
component which is already HLA compliant generally 
involves only modifying the FOM. This facilitates the 
inclusion of new hardware for future hardware-in-the-
loop analyses and new software components for 
improved simulation fidelity and analysis capabilities.  
 
The ability of the RTI to support the transfer of attribute 
ownership to other federates allows Soldier Station the 
option to receive (vice compute) data from different 
HLA compliant models for movement, detection, 
engagement, or damage assessment. For example, when 
the simulated DI is in an open area, the original 
constructive model algorithms for movement, detection 
and engagement may be used, but when the DI moves 
to an urban environment, special Military Operations in 
Built-up Areas (MOBA) algorithms for movement, 
detection and engagement may be used. The new 
hardware and software components may be developed 
by another organization and may run on a different 
platform. 
 
The resulting Soldier Station system would be a fully 
distributed system comprised of various software and 
hardware components which can be activated during 
system initialization or later during federation 
execution. This distributed system philosophy allows 
Soldier Station to be flexibly configured for various 
types of analyses and to reuse software and hardware 




The CID Study has proven the ease with which Soldier 
Station can be used for DI analysis from the human-in-
the-loop perspective. Different tactical players were 
trained to operate Soldier Station within a relatively 
short period of time. To meet the objectives of the CID 
study and Soldier Station project, it was important to 
consider Soldier Station’s system capabilities and 
limitations when designing scenarios. The lessons 
learned and insights gained from the CID Study will be 
applied as the Soldier Station software continues to 
mature and new developments are undertaken for future 
studies.   
 
Enhancements to Soldier Station’s overall analysis and 
networking capabilities are projected by exploiting the 
new HLA paradigm. HLA's flexible nature supports the 
communication of truth and perceptual data objects, 
both of which are needed for analysis studies and to 
satisfy simulation requirements. HLA's hierarchical 
nature allows for the consideration of both internal 
HLA compliancy between Soldier Station system 
components and external HLA compliancy with other 
networked systems. Multi-level HLA compliancy and 
the distributed design of the Soldier Station system 
facilitate the addition of future system components and 
the use of models or algorithms developed by others. 
The resulting fully distributed Soldier Station system 
could be flexibly configured for various types of 
analyses as desired by the exercise or study manager. 
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Perceptual Data Object  
 





     
Movement: 
Defilade status 
Requested speed/obstacle delays 
Suppression status 
Muzzle flash seen, fire/detonation heard 
Response to hand signal 
 
Posture** 
Actual speed, terrain 
Who fired/what munition was fired 
 








Which sensor used 
Which entities are detected at what level 
Smoke/obscurant present 
Laser ranging result 
Perceived target 
Valid reading/range 
Reason for failed reading 
Suppression status 
Muzzle flash seen, fire/detonation heard 







Target hit point/range 
Time weapon fired/detonated 
Rounds left 
Reason for failed fire 
Suppression status 
Muzzle flash seen, fire/detonation heard 













Posture, Entities, terrain, environment 
Who fired/what munition was fired 



























*  Not currently supported in DIS 




































Table 1 Perceived data objects useful for Soldier Station studies. 
