communication for vehicular, healthcare, and home automation applications, as well as others. The abundance of low-cost hardware for implementing wireless protocols in unlicensed bands (e.g., the 2.4 GHz industrial, scientific, and medical (ISM) band) has been the impetus for increased attention from manufacturers. Accordingly, technologies such as Wi-Fi, Bluetooth, ZigBee, to name a few, have been successfully introduced to support vehicular wireless functionality. The result is a rising concern about wireless coexistence. Vehicle manufacturers have started investigating wireless coexistence in automotive environments. Reports of such attempts could be found in [2] [3] [4] . Furthermore, the IEEE 802 standards committee formed a new study group, named wireless automotive coexistence, operating under the umbrella of 802.19 working group to highlight the increasing concerns of wireless coexistence in the automotive domain [5] . However, this study group aims at providing enhancements and recommended practices for optimizing the usage of wireless protocols in vehicles. Absent to this effort is the standardization of coexistence testing methodology.
According to the IEEE 802.15.2-2003 recommended practice on coexistence of wireless personal area networks with other wireless devices operating in unlicensed frequency bands [6] , wireless coexistence is defined as the ability of one system to perform a task in a given shared environment where other systems have an ability to perform their tasks and may or may not be using the same set of rules. However, there were no published consensus standard for the evaluation of wireless coexistence. Consequently, subcommittee 7 of the American National Standards Institute (ANSI)-accredited standards committee (ASC) C63 has responded to the need for a standard to regulate wireless coexistence testing by initiating work on C63.27 American National Standard for Evaluation of Wireless Coexistence, published in May 2017 [7] . Contributors to the standard include academics, industry representatives, and scientists from universities and federal agencies (e.g., the National Institute of Standards and Technology [NIST] , and the U.S. Food and Drug Administration [FDA] ). The objective of coexistence testing is to investigate the boundaries within which a system under test can successfully perform its wireless function while sharing the unlicensed radio spectrum with other wireless systems. These boundaries are established relative to fundamental wireless coexistence factors: time, frequency, and power (or separation distance, noting the inversely proportional relationship between power and distance). Hence, coexistence testing should accurately quantify the coexistence factors (e.g., channel utilization, frequency allocation, and transmission power) of various wireless technologies and systems to successfully operate in a shared environment. Sources of interference include other in-vehicle wireless systems and external sources such as Wi-Fi access points implemented in neighboring vehicles and infrastructures.
Coexistence testing, highly relevant in other applications such as medical devices, could be performed with the use of RF cables, combiners, splitters, and signal generators to create a wired link between communicating nodes of the system under test and interfering system node(s). However, this method requires access to antennae ports on all nodes participating in the test, which might be impractical or even impossible in cases where the device antenna ports are embedded and inaccessible. Radiated methods have since been introduced to overcome this issue and to allow realistic signal propagation. These can now be performed either by placing participating nodes in one [8] or several [9] anechoic chambers, or by using a low-noise environment [10] . The latter is labeled radiated open environment coexistence testing (ROECT). Details and comparison of coexistence test methods are provided by Young et al. in [11] . Successful performance of a system under test requires a minimum period of time for channel access while maintaining a signal-tonoise-plus-interference (SINR) ratio higher than an established threshold to permit proper signal demodulation. Methods other than ROECT allow direct access to the signal path of both the system under test and the interfering system, thus facilitating the tasks of monitoring the test and reporting channel utilization (CU) of systems. This paper proposes a classifier based on Gaussian mixture model (GMM) to categorize observed over-the-air power measurements during the ROECT process. In addition, an algorithm to estimate CU of each active device in ROECT is detailed. Identifying CU of two interfering systems illustrates the mutual effect of their coexistence in a shared environment (e.g., invehicle, parking garage, traffic jam...etc). This comes as a first step to understand the performance of a system under test when coexisting with others, and could be leveraged when developing algorithms to enhance coexistence. Using an IEEE 802.11n network as interferer, two case studies are discussed below wherein the system under test operates on either 802.11n or ZigBee in terms of per-second channel utilization and frame collisions. Among other applications, IEEE 802.11 systems are a popular choice for offering in-vehicle Internet connectivity and media streaming, in addition to innovative applications such as CarPlay [12] . ZigBee is a prominent protocol for vehicular wireless sensor networks [13] .
The balance of this paper is organized as follows. Section II provides a summary of research regarding the use of GMM for characterization of wireless networks. GMM formulation, ROECT, and the proposed method are introduced in Section III. Section IV details experimental work for classifier validation and expands on case studies wherein the system under test is either 802.11n or ZigBee. Finally, Section V concludes the paper.
II. RELATED WORK
GMM has been used for a wide range of wireless network applications. Authors in [14] observed that in a typical indoor scenario, for Ultra-Wide Band (UWB) impulse radio systems, interference is the result of multiple interferers that may or may not have different power levels. This work demonstrates that GMM is a natural modeling choice to jointly capture interference characteristics.
Detection of 802.11 medium access control (MAC) layer spoofing was reported successful in [15] by modeling received signal strength (RSS) using GMM. The authors exploited antenna diversity of 802.11 transmitters and obtained a profile of legitimate signal sources. Spoofing packets were identified by testing the hypothesis that newly observed RSS values fit the model. Gulati et al. [16] proposed a GMM-based algorithm to identify intruders in a network through wireless channel characterization as opposed to investigating RSS values. Channel fingerprints from a legitimate user and from an intruder were estimated to belong to separate GMM components. This allows for classifying arriving packets into legitimate and intruding classes. Another example of enhancing communication security using GMM was reported in [17] . Authors used the timing of persons' heartbeats-modeled by four-component GMM-to secure communication in a wireless body area network (WBAN) as a replacement for key exchange authentication paradigm.
RSS values have been repeatedly used for positioning and localization purposes. In [18] , GMM was used to determine cellular base station positions and to identify spatial spectrum holes for cognitive radio purposes. The problem is localizing multiple unknown radio sources using a mobile measurement station. To enhance localization accuracy in indoor environments, GMM can be used to detect and exclude RSS outlier measurements [19] . Two-mode GMM is employed to model both normal patterns and outliers. Based on prior knowledge of Wi-Fi access points (AP) deployment locations, GMM was used in [20] to model RSS of multiple APs and then determine the location of an indoor mobile unit.
By having the flexibility to model several sub-population of observations within one large data set, GMM usage can be extended to activity classification based on accelerometer readings. For example, authors in [21] attempted to monitor and identify patient activities in a home environment. To do so, they modeled accelerometer data gathered by on-body sensors and transmitted wirelessly using ZigBee by leveraging GMM to classify continuously executed morning activities (e.g., brushing, washing, and shaving). A training dataset was constructed from data representative of performing each activity, and then continuous activities were classified. The suggested model achieved 88.3% classification accuracy. Similarly, classification of athletic activities using several forms of classifiers is presented in [22] . In [23] , wearable sensors were used to collect ECG, heart sound, respiration, and SPO2 signals during sleep. This data was sent via Bluetooth to a personal computer. Signals were modeled using GMM to detect obstructive sleep apnea patterns. Other uses include modeling packet error rate in vehicular ad-hoc networks (VANET) as a function of distance [24] , speaker [25] , and language [26] recognition, as well as improving iris recognition by detecting eyelid and eyelashes in an image [27] .
Mutual interference of coexisting wireless technologies in unlicensed bands have been heavily investigated in literature using radiated testing. For example, homogeneous, simultaneously active 802.11b/g/n networks were evaluated in [28] . The effects of 802.11g on ZigBee in the course of medical device coexistence testing were presented in [10] . Interference between co-located ZigBee nodes is analyzed in [29] . CU of industrial wireless sensor networks (WSNs) following multiple spectrum sharing techniques is investigated in [30] . However, CU of separate nodes participating in testing was never reported. The novelty in our proposed method is that it is the first to use probabilistic modeling, particularly GMM, to provide insight about CU during ROECT. This work adds essential information about the effect that an interfering system exhibits on a system under test and the reverse case (i.e., the effect of a system under test on surrounding networks) and the footprint of its communication in time.
III. METHODOLOGY

A. Gaussian Mixture Model
GMM was used to build a power measurement classifier based on data obtained during ROECT. GMM was selected due to its ability to represent multiple clusters of observations in a data set. Each cluster includes power value measurements generated by wireless activity of a unique ROECT transmitter. GMM density function is defined as a linear combination of K Gaussian components
where
is a Gaussian normal distribution with mean μ k and standard deviation σ k ; π k are mixing weights that satisfy 0 ≤ π k ≤ 1; and
GMM parameters π k , μ k , and σ k can be estimated using the expectation maximization (EM) algorithm first presented in [31] . EM is an iterative algorithm that assumes prior knowledge of K and commences with an initial guess of model parameters. Data sample classification is based on a given p(x|θ) and determined by finding component k with the largest posterior probability for observation i.
B. Channel Utilization
A typical ROECT test layout is depicted in Fig. 1 . Three systems are used in ROECT. the reverse link. Data, ACK, and management frames contribute to the CU that originates from IS.
2) System Under Test (UTS): comprises a transmitter node (I U T S T x ) and a receiver node (I U T S Rx
). Investigated wireless functionality could include two-way transmission. Therefore, it is best to identify CU resulting from each UTS node.
3) Monitoring Equipment (ME): provides passive measurements of ongoing wireless channel activity (e.g., spectrum analyzer, vector signal analyzer, or software defined radio (SDR), among others). Received power at ME antenna, P r , is a function of the separation distance to the wireless signal source and its transmission power. Therefore, when both IS and UTS are active during an observation window, an empirical probability density function (PDF) of P r values will show multiple peaks that represent samples from the following signals: noise, IS Tx, IS Rx, UTS Tx, and UTS Rx. Consequently, a mixture probabilistic model of observed P r values permits proper representation of subpopulations in the sample set of power measurements. In fact, a GMM can be constructed to approximate any given density [32] . CU is defined as the fraction of time a wireless channel is busy. Consequently, for CU generated by activities of system x, CU x is the ratio of observed power samples generated by x while active relative to total number of samples during an integration time (IT). Hereafter in this paper, IT = 1 s [33] . Fig. 2 illustrates that ME observed activity of a given source (i.e., the transmission of a packet) can be divided into three regions: 1) rising edge R r , 2) active transmission R a , and 3) falling edge R f . Compared with R a where power samples fluctuate around a mean, both R r and R f exhibit a distinct range of values. Consequently, if EM algorithm is used to estimate the parameters of GMM components modeling noise and device x activity, samples from R r and R f will contribute to increasing the variance of the component modeling the latter. Consequently, overlap between adjacent GMM components increases and classification accuracy decreases. Hence, k-means clustering algorithm was used in this work to estimate the centroid of the clusters and the variance of GMM components was set to fixed value.
C. ROECT Characterization
The following 5-step procedure is proposed for identifying CU of IS and UTS nodes during coexistence testing. For step i, a representative data set of power measurements, S i , is collected using ME. Rx . The former is ignored due to the fact that it was accurately estimated (i.e., without the presence of other sample populations) in the previous step. In the events that ME was symmetrically located with respect to I I S T x and I I S Rx , two clusters would be sufficient.
3) Step 3 -Characterize UTS while IS is off: μ U T S T x and μ U T S Rx
are estimated similar to Step 2. Given that UTS uses multiple transmission power levels, more than three clusters must be identified. To do so, the appropriate number of clusters can be found by running k-means iteratively with an increasing number of clusters k, and then selecting k value at which the lowest Akaike information criterion (AIC) is observed.
4) Step 4 -Build GMM classifier:
Step 4 requires the use of (1) with μ N , σ Rx to construct a GMM. Since no prior information is available for the mixing weights in a test data set, a uniform assumption is placed on π k . Missing variance values are set to a fixed constant ν.
5)
Step 5 -Classification of test data: Using the obtained model, test data samples are classified to GMM component yielding the highest posterior probability. While this process is adequate for R a samples, the result is classifying samples from R r and R f to components closer to their range of values rather than the component matching a sample identified for R a . To correct the misclassification, label correction procedure (LCP) is needed. Labels of noise bound samples (i.e., in-between two occurrences of noise samples) are modified according to the label of their majority. In concept, this is similar to detecting outliers using the Hampel filter, which replaces data samples in a window that are distant from the median with the median value. LCP is detailed in Algorithm 1. LCP guarantees that samples from regions R r and R f are correctly classified following R a class. Furthermore, LCP corrects outliers in R a as shown in Fig. 3 . Frame collision occurs when device x transmits while device y is active, which might corrupt frame reception at the receiver due to decreased signal to noise plus interference ratio (SINR). The short separation distance between ME and one of the active transmitters results in saturation of the ME RF front-end. Therefore, when a collision occurs, power samples are classified as originating solely from the nearby transmitter. Consequently, observed noise bound samples will belong to multiple classes. LCP facilitates the detection of frame collision by 1) finding the majority label in noise bound samples; 2) allowing continuous occurrences (of length at least η) for samples labeled differently than the majority to retain their GMM assigned label; and 3) changing the balance of the samples to the majority label. ← label of the majority in x 7:
n ← count of continuous occurrences of length ≥ η and label = 8:
if n > 0 then 9:
j ← indices of occurrences that formed n 10:
c ← c + n 11:
for all indices m of x : m = j do 12:
x m = 13: end for 14:
for all indices m of x do 16:
x m = {change all labels to that of the majority} 17:
end for 18:
end if 19: port changes made in x to D 20: end for 21: return D, c
D. Limitations
Two limitations to the proposed method were identified. The first is inherited from monitoring time-domain measurements that are focused on a narrow bandwidth. Consequently, frequency hopping systems such as Bluetooth will require the use of monitoring equipment with wide instantaneous bandwidth and a high sampling rate. For example, Bluetooth hops randomly on 79 channels, each with 1 MHz bandwidth for a duration of 625 μs. To capture such activity, ME must maintain a sampling rate faster than the hopping rate when monitoring the entire 80 MHz band used by Bluetooth.
Second, the closer the means of adjacent GMM components, the less accurate the classification decision. Consider the case of two adjacent Gaussians N (μ 1 , σ 2 ) and N (μ 2 , σ 2 ). The threshold, γ 1 , at which e% of N (μ 1 , σ 2 ) density is determined can be calculated as
density is
The distance between μ 1 and μ 2 resulting in e% error for N (μ 1 , σ 2 ) and N (μ 2 , σ 2 ) can then be found as:
Noise bound samples are classified following the label of their majority. Therefore, e% < 50% can be tolerated, which guarantees that the majority of samples are correctly classified. However, short transmissions are prone to misclassification due to the limited number of observed samples. This error can be accounted for by increasing ME sampling rate. Distance between adjacent components can be adjusted (i.e., values of μ 1 and μ 2 can be shifted) by changing the deployment location of the ME or adjusting transmission power of wireless nodes if appropriate.
IV. EXPERIMENTAL WORK
Power measurements, in dBm, are collected in time domain with an I/Q sampling rate of 1 × 10 6 sample/s. Center frequency is set to match the desired channel used for communication. Time-domain measurements capture only a narrow bandwidth at a high rate, as opposed to frequency-domain measurements where a frequency sweep is performed. Channel activity for wireless protocols such as 802.11 and ZigBee is on the scale of microsecond (e. g., short inter-frame space (SIFS) for 802.11n is 10 μs). Therefore, time-domain measurements allow data acquisition at a rate fast enough to capture change in active/inactive status of the channel. Monitoring a narrow-band of an active transmitter's channel is assumed representative of transmitter activity on the entire channel it occupies. For example, an 802.11n transmitter simultaneously occupies 20 MHz bandwidth when active; thus, observing a part of that band is indicative of the activity of the entire band.
The hardware used to collect power measurements was manufactured by National Instruments (NI) and included PXIe-1082 chassis populated with PXIe-8133 controller, PXIe-5644R vector signal transceiver (VST), and 2 dBi omnidirectional antenna. LabView data collection software developed at The University of Oklahoma (OU) [35] is used for I/Q sample acquisition, power level calculation, and storage. Testing layout is illustrated in Fig. 1 . ME was placed at 15 cm behind I U T S T x in a symmetric position relative to I I S T x and I I S Rx . Consequently, P r generated by IS is observed with equal levels at ME. When processing P r data for an active transmitter (i.e., in R a ), values were observed fluctuating in a wide range primarily due to multipath propagation and intrinsic changes in power levels during frame transmission when using a given modulation scheme. To limit the effect of these variations on the estimation algorithm and to exploit the used low-value variance in GMM classifier, a smoothing filter of length L = 5 samples was implemented during a preprocessing stage. Exemplary raw and smoothed power values are plotted in Fig. 2 . Tests were performed for a 60 s period. Based on empirical observations, variance of GMM components representing UTS and IS were set to ν = 1. Low variance permitted lower overlap between adjacent components and directed the classifier to focus on accurately labeling samples that were closer to the mean of a given component. As addressed in Section III-D, LCP corrected misclassification due to component overlap-of which inaccurate variance value is a contributing factor. To detect collision, a consecutive non-majority-compliant samples window was set to η = 25 μs. CU is presented for IT = 1 s. The dataset collected during 60 s was divided into 60 equal parts, and each was processed individually.
A. Validation
Both IS and UTS were set to operate on 802.11n. Data sets of 1 s observation period (i.e., ≈1 × 10 6 samples) were obtained to train the classifier, as described in Section III-C. Mean value of received power measurements for noise, IS, UTS Tx, and UTS Rx were estimated to −80.7 dBm, −58.55 dBm, −36.79 dBm, and −63.75 dBm, respectively. While UTS was powered off, IS was set to operate at a fixed throughput for 60 s, and ME was used to collect P r measurements. Consequently, 60 samples of CU were obtained for each test run. Throughput value was increased each test-run until the maximum was reached for a total of 13 test-runs. Data traffic was UDP with message size of 1500 bytes. The same process was repeated for UTS while IS was powered off.
1) Estimation of CU for IS and UTS:
A validation data set is constructed by joining samples of all 26 test-runs. A naïve approach based on direct thresholding was used to obtain the true labels for samples from each test run. Threshold was calculated as three standard deviations higher than the noise mean, or 99% confidence for detecting accurate channel activity. Since only one system was enabled during any given test run, all samples above the threshold were labeled according to the operational system. Samples below the threshold were labeled as noise. Three classes were verified using this approach: noise, IS, and UTS. Samples originating from I
U T S T x and I U T S Rx
were grouped into a single class since thresholding is only able to identify samples that are above the noise threshold (i.e., binary decision). Classifier performance is detailed in Fig. 4 where the confusion matrix is illustrated. Overall accuracy was 98.86%.
The comparison between classifier estimated, CU GM M , CU, and threshold-based CU, CU T , is plotted in Fig. 5 . An error bar represents the mean and standard deviation of the corresponding CU for every data point on Fig. 5(a) and(b) . The error is calculated as
where E[•] denotes the mean CU value in a given test-run. Notably, the classifier estimates CU within a maximum error of 1%. 802.11n introduced several improvements over older 802.11 standards (e.g., 802.11b/g), including frame aggregation and block acknowledgments. The behavior of both is captured in Fig. 5(b) . For high throughput values, UTS Rx (i.e., ACK packets) consume less CU when compared to low throughput values, the reason being that multiple MAC Service Data Units (MSDU) are aggregated at UTS Tx into one frame that is acknowledged by UTS Rx using a single block ACK message. This explains the piece-wise linear relationship between CU and throughput for 802.11n as opposed to the linear relationship exhibited by 802.11b/g and reported in [28] .
2) Detection of transient signals:
ROECT is performed in a controlled environment where signals other than those intended for testing are not expected to occur. However, the following addresses the ability of the proposed method to accurately classify a given intended signal in the presence of multiple spurious signals. A representative case is when Wi-Fi beacons from nearby deployed access points involuntarily propagate to the test location. The investigated dataset included all 13 test-runs of IS at various throughput levels. Randomly selected windows of noise samples were used to introduce artifacts that emulate unexpected signals originating from four non-test related access points. To do so, artifact data was generated using Gaussian random variables with variance σ 2 = 1 and mean μ art ∈ [−40, −50, −60, −70] dBm. This covers a wide range of overlap scenarios between the artifacts and IS and UTS components. Artifact data replaced 100 consecutive noise samples (i.e., spanning 100 μs) in any selected noise window. Consequently, the model of (1) was updated by adding components to represent the four artifacts. Ultimately, the GMM classifier comprised eight components: noise, IS, UTS Tx, UTS Rx, and four artifacts. True labels were established using thresholding for noise and IS in addition to tracking the count of introduced artifact samples. The outcome is depicted in Fig. 7 , where Fig. 7(a) illustrates an occurrence of the artifact with μ art = −60 dBm plotted after GMM classification and LCP. The results confirm that the classifier successfully labeled the artifact samples and those belonging to IS and noise. Fig. 7(b) plots the confusion matrix of this investigation and demonstrates that the classifier exhibited excellent precision and recall for all classes in addition to overall accuracy of 99.37%.
B. UTS Case Studies
In the following, case studies are introduced pertaining to realistic scenarios of using wireless communication in vehicles and other applications. 
1) IEEE 802.11n:
This case is representative of two adjacent vehicles (e.g., in a traffic jam or a parking garage) using Wi-Fi to serve applications such as media streaming and providing passengers with Internet connectivity (i.e., infotainment system). UTS 1 used IEEE 802.11n to initiate communication at a throughput of 10 Mbps for 30 seconds (i.e., download of a file or streaming of a short video). IS was an IEEE 802.11n network operating at one of the following throughput values: 60 Mbps, 30 Mbps, or 10 Mbps, representing high, medium, and low interference levels, respectively. No collaboration is present between the wireless systems of both vehicles. Consequently, interference could justifiably be using a co-channel to UTS.
Results of these three experiments are depicted in Fig. 6 . When interference was low [ Fig. 6(a) ], UTS was able to coexist successfully with IS and share the channel without noticeable reduction in either system CU. Consequently, both systems retained communication at the desired throughput. When interference was medium [ Fig. 6(b) ] and UTS joined the channel, IS had to share the channel, which resulted in reduced CU. Relatively, IS communication throughput was slightly decreased to 27 Mbps. In this case, UTS succeeded in fulfilling its wireless function. Fig. 6(c) demonstrates a case of high interference. Both IS and UTS exhibited decreased performance when UTS joined the channel. In this case, IS was operating at maximum achievable throughput ≈60 Mbps with CU ≈ 96%. When UTS was enabled, contention between the two systems-both using CSMA/CA for medium access control (MAC)-forced IS to refrain from channel access during the time UTS was transmitting. Due to contention for channel resources and frame collisions, IS throughput decreased to 42 Mbps and UTS achieved an average throughput of 9 Mbps. The decrease in throughput conforms with results reported in [28] .
Frame collisions detected by LCP for the same three scenarios are plotted in Fig. 8 . Each data point corresponds to the count of collisions in IT = 1 s observed when IS operated at a given throughput. Collisions observed during medium interference were higher than those observed during high interference, primarily because under medium throughput, there are longer inactivity periods between transmissions. Therefore, UTS has a greater chance of gaining channel access and suffering from frame collision as opposed to a case of high throughput where a UTS is deprived from channel access because of very short inactivity periods. Examples of frame collisions are illustrated in Fig. 10(a) and (b) and show that a transmission was incurred by either IS or UTS when the channel was preoccupied by the other system's activity.
2) ZigBee: 802.15.4 based nodes, to which ZigBee subscribes, are popular low-power, low-cost choice for several applications in the IoT realm [36] , including intra-vehicle wireless sensor network [13] , for upgrading connections between sensors and vehicle computer to wireless. ZigBee node I U T S T x served as a UTS transmitting two packets per second and received data at companion node, I U T S Rx 2 . The investigated transmission period was 60 seconds with a total of 120 packets. ZigBee packet loss was tracked as IS throughput increased for each test-run until the maximum was reached. In this case, interference could originate from in-vehicle access point or from neighboring vehicles. UTS Tx performed clear channel assessment (CCA) prior to each packet transmission.
Results of the case study are illustrated in Fig. 9 . Fig. 9 (a) plots ZigBee packet loss rate as a function of IS throughput, and Fig. 9(b) plots the mean CU as a function of IS throughput. 2 Both using Texas Instruments (TI) CC2530 development boards. Fig. 9(a) illustrates that ZigBee packet loss increases as IS throughput increases. Total packet loss was observed near the high end of throughput values. Similar to the observation reported above for the case 802.11n UTS, when IS throughput was near the high end of values, the CCA timer of ZigBee UTS was forced to expire as a result of the high CU of IS. This is illustrated in Fig. 9(b) . Consequently, ZigBee packet was dropped, which follows the case of an exposed terminal. However, when IS throughput was in the medium range of values, UTS Tx was able to successfully perform CCA and transmit. Notably, collision can occur [e.g., Fig. 9(c) ], which corrupts packet reception at the UTS Rx due to low SINR. Examples of frame collisions are illustrated in Fig. 10(c) and (d) . 
V. CONCLUSION
A novel GMM based classifier was introduced for use in ROECT monitoring. The classifier was able to label passive power measurements obtained with a monitoring equipment based on their source. By doing so, channel utilization during coexistence testing can be quantified for both the interfering system and under-test-system. The accuracy of the proposed classification method exceeded 98%. Several experiments were conducted to confirm the achieved results. The method maintained its accuracy even in the presence of spurious signals. Two case-studies were identified relative to realistic scenarios of using wireless communication in vehicles, and are relevant in other applications such as medical devices. Accordingly, observations on how collocated systems interact while sharing spectrum resources were reported. Findings of observed performance for 802.11n and ZigBee systems conform with those reported in literature.
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