Organizational stakeholders, such as employees and security managers, may understand security rules and policies differently. Extant literature suggests that stakeholder perceptions of security policies can contribute to the success or failure of policies. This paper draws on the Theory of Personal Constructs and the associated methodology, the Repertory Grid technique, to capture the convergence and divergence of stakeholder perceptions with regards to security policy. We collected data from the employees of an e-commerce company that had developed five information security sub-policies. Our study highlights the practical utility of the Repertory Grid analysis in helping information security researchers and managers pinpoint a) the aspects of a security policy that are well-received by stakeholders, as well as those that are not, and b) the variance in the perceptions of stakeholders. Organizations can, then, capitalize on the well-received aspects of the policy and take corrective action for the ill-received ones.
Introduction
Information security academic and practitioner literature is riddled with examples of confusion and misunderstandings around information security policies (henceforth, security policies). The problem was highlighted in a 2018 news report of the security vulnerabilities identified in operating systems running on Intel processors. According to the United States Computer Emergency Response Team (US-CERT, 2018), the design flaw allowed attackers to read sensitive data in computer memory or control low-level features of Intel-powered operating systems. Software engineers working on the development of every major operating system misinterpreted a statement in Intel's software development manual, thereby enabling the creation of a 'near-industry-wide' security vulnerability (Levin, 2018; NIST, 2018; Sharwood & Williams, 2018) . In a different context, albeit at a national level, India's National Cyber Security Policy came under direct criticism for its vagueness and incomprehensibility when it was first released (Bhardwaj, 2013) . Despite repeated calls for a much-needed update, the fiver year-old policy breeds confusion as to which government stakeholder should respond to what information security threat, and how (Thakker, 2017) .
As Levin (2018) argues, one of the reasons for the lack of comprehensibility of security policies is because compliance is, too often, associated with very long texts that not everyone reads. For instance, in the case of vulnerability in Intel-powered computers, software engineers would have to read a 4,844-page document to ensure compliance with Intel's security specifications (Levin, 2018) . Irrespective of the reasons, there is an urgent need to narrow the gap in the understanding of security policies amongst stakeholders. While there is a significant amount of work that considers issues of compliance with security policies, there is limited research on methods and mechanisms that promote a common understanding of an information security policy amongst various stakeholders.
Given the problematic nature of establishing such shared understanding of security policies, we pose the following research question: how can capturing individual perceptions of security policies help in minimizing the misinterpretation of security policies? To this end, we argue that by capturing the personal constructs of individuals (Kelly, 1955) , we can reconcile the differing perceptions regarding a security policy. We apply the Repertory Grid (RepGrid) technique in a small e-commerce firm to examine how organizational stakeholders understand and interpret a security policy through their personal constructs. The RepGrid technique captures the congruence and incongruence of understanding in the personal constructs of individuals or groups. Our findings confirm, as noted in the extant literature, that organizational stakeholders hold differing perceptions regarding issues related to information security. However, we also argue that, while there is a multitude of reasons for such divergence, it is nevertheless important to identify the extent of divergence of individual perceptions regarding a security policy. Our analysis of the personal constructs provides a generic method with practical implications that can benefit senior management in the design of security education, training and awareness (SETA) programs, as well as for the institution and internalization of best information security practices. While there is no doubt that the extent of convergence or divergence between individual perceptions is a function of the context, the approach presented in this paper takes us a step closer to reconciling different perceptions of the security policy.
In the next section, we present the literature around different perceptions of an information security policy. This is followed by a discussion of our theoretical and methodological framework. We then present the analysis in the case of a small e-commerce firm. In a final synthesis, we discuss the benefits of our approach, some drawbacks and potential avenues for further research.
Literature review
In the most recent attempt to systematically review the security policy literature, Cram, Proudfoot, and D'Arcy, (2017) identify five thematic areas of security policy research across 114 papers published in 34 journals. First, research that examines the influence of security standards, guidelines and regulations on the design and implementation of security policies. Second, research that addresses the implications of a security policy on both the organization (i.e., information security awareness and culture) and individual employees (i.e., socioemotional well-being). Third, research that looks into the influence of the organization (i.e., information security awareness and culture) and individual employees (i.e., socioemotional consequences for employees, personality and dispositional traits) on policy compliance. Fourth, research that studies the impact of security policy compliance on organizational security performance. Fifth, research that discusses the adjustments and fine-tuning of security policies during the design and implementation process.
The third area, which is concerned with the socioemotional reaction of employees to a new or revised policy, is directly relevant to our paper. While Cram et al. (2017) present an interesting and valid research agenda, they fall short of addressing the lack of comprehension of a security policy by different stakeholders, which various scholars have identified as a pressing issue (see for example, Albrechtsen & Hovden, 2009; Buthelezi, Van Der Poll, & Ochola, 2016; Kolkowska, Karlsson, & Hedström, 2017; Niemimaa, Laaksonen, & Harnesk, 2013; Vaast, 2007) . Such lack of comprehension has been attributed to a variety of factors. For example, the differing perceptions that different organizational stakeholders exhibit (see for example, Albrechtsen & Hovden, 2009; Bauer, Bernroider, & Chudzikowski, 2017; Kolkowska et al., 2017; Vaast, 2007) , or the ineffective form of a security policy based on an assessment of its breadth, clarity and brevity (Goel & Chengalur-Smith, 2010) .
Within this area of the literature that Cram et al. (2017) identified, understanding the perceptions of stakeholders is a key issue that relates to the development of security policies on two levels. First, it touches upon the very selection of the specific rules that comprise a security policy. In an effective security policy, the rules included in a policy need to be in line with the technical capabilities, business processes and culture of an organization (Dhillon & Torkzadeh, 2006; Dhillon, 2007; Goel & Chengalur-Smith, 2010) . The differing interests and interaction of stakeholders with security policies affect how the policies are perceived; and these perceptions, in turn, contribute to the ultimate success or failure of the policies Chen, Ramamurthy, & Wen, 2015; Niemimaa et al., 2013) . Second, and closely related to the first level, the successful implementation of a security policy depends on the efficient communication of its prescribed rules to the respective organizational stakeholders. As Niemimaa and Niemimaa (2017) note, this can be a challenging process that starts with the adoption and translation of global standards and best practices. The translation of the requirements of global standards and best practices into something concrete and actionable as a set of security rules, needs to be further published and communicated within the organization (Niemimaa & Niemimaa, 2017) . Therefore, laying emphasis solely on the completeness of a security policy document or the need to ensure user compliance is not sufficient; rather, it needs to be complemented with a thorough understanding of the perceptions that organizational stakeholders have regarding a security policy (Niemimaa et al., 2013) .
Despite the growing interest in capturing stakeholder perceptions of a security policy, only a limited number of studies have sought to pursue this research agenda. Drawing on Dhillon and Torkzadeh (2006) application of value-focused thinking to information security, Hedström, Karlsson, and Kolkowska, 2013; Hedström, Kolkowska, Karlsson, & Allen, 2011) and Kolkowska et al. (2017) argue that the goals, values, and beliefs of organizational stakeholders need to be better understood because they affect both compliance and non-compliance to information security rules. Keeney (1996) value-focused thinking is a research approach that articulates individual values and identifies potential alternatives for action. Outside this particular strand of research that focuses on values, Buthelezi et al. (2016) pinpoint the ambiguity and misinterpretation of security policy documents as a key reason for non-compliance with security rules. Their thematic content analysis of ten security policies addresses some of the limitations in the work of Goel and Chengalur-Smith (2010) by identifying 17 ambiguous statements related to seven different types of linguistic ambiguity (Buthelezi et al., 2016) . These findings are in line with previous research that calls for greater consistency and clarity in the development of security policies (Buthelezi et al., 2016; Goel & Chengalur-Smith, 2010; Hu, Dinev, Hart, & Cooke, 2012; Myyry, Siponen, Pahnila, Vartiainen, & Vance, 2009 ). Most recently, Njenga and Lowry (2018) adopt a grounded theory approach to investigate why employees violate security policies, regardless of their awareness levels. In this study, the lack of cognitive consonance, namely a situation where a "person is perceiving a policy as contradictory and inconsistent with their understanding of how they should perform tasks" (Njenga & Lowry, 2018, p. 18) , is seen as a key determinant of security policy violations. The findings suggest that employees may violate security policies in their attempt to restore cognitive consonance.
In summary, while previous research has focused on the linguistic ambiguity of the content of a security policy (see for example Buthelezi et al., 2016) , as well as the perceptions of stakeholders regarding the effectiveness of the form of a security policy (see for example Goel & Chengalur-Smith, 2010) , there is very limited research on what stakeholders think of a security policy. The extent to which different stakeholders absorb the content of a security policy ultimately feeds into the iterative process of security policy development and maintenance (Goel & Chengalur-Smith, 2010) . To this end, our paper heeds to the broader call of Cram et al. (2017) for research that examines the adjustments of security policy. Since stakeholder perceptions of a security policy are dynamic, we demonstrate how capturing the perceptions of stakeholders in regard to security policies through the use of the RepGrid technique can help organizations adjust their security policies to underscore key rules and/or clarify contentious issues.
Theory and methodology
In information systems research, there is common understanding that an appreciation of norms, expectations, values, and beliefs can result in more successful information systems (Tan & Hunter, 2002) . With regards to information security, user behavior and understanding of security issues is shaped by the interlocking of organizational, technological and individual factors (Albrechtsen, 2007) . As Tan and Hunter (2002) point out in their seminal paper on the use of the Re-pGrid technique in information systems, an understanding of the values of stakeholders leads them to adjust their perceptions. The RepGrid technique has been extensively used in information systems researchlargely to study human cognitions, i.e. how people interpret or understand their own experiences (see Curtis, Wells, Higbee, & Lowry, 2008; Davis & Hufnagel, 2007; Kanellis, Lycett, & Paul, 1999; Kawaf & Tagg, 2017; Schlagwein & Hu, 2017; Siau, Tan, & Sheng, 2010) . In addition to information systems research, the technique has been used in various other fields, such as organizational behavior (Wright, 2004) , education (Kreber, Castleden, Erfani, Lim, & Wright, 2003) , bank marketing (Hedman, Tan, Holst, & Kjeldsen, 2017) and human computer interaction (Crudge & Johnson, 2004) . The RepGrid technique was first introduced by Kelly (1955) and it is grounded on the Theory of Personal Constructs (TPC), which focuses on the personality and cognition of individuals. Although conceptually intertwined, the method, i.e. the RepGrid technique, has enjoyed more popularity in organizational research compared to TPC, much to Kelly's dismay (Bourne & Jankowicz, 2018) .
In his theory, Kelly (1955) argues that people interpret events around them, and that their behavior needs to be understood in terms of personally constructed ideas and explanations of how the world works. Individual interpretations of the world are always subject to revision and alternative reconstruction. He defined personal constructs (henceforth, constructs) as measures by which individuals make sense of the world they live in. Individuals use construct systems influenced by their experiences, background and beliefs to interpret present events and to predict what will happen in the future. However, these construct systems may be inadequate to help individuals fully understand the world around them. Hence, individuals strive to fine-tune their construct systems by increasing their repertory, namely their variety and scope (Bourne & Jankowicz, 2018) . From an epistemological standpoint, TPC is associated with the philosophical tradition of interpretivism, which has been widely adopted in information systems research (see for example Klein & Myers, 1999; Orlikowski & Baroudi, 1991; Pouloudi, Currie, & Whitley, 2016; Walsham, 2006) . At the heart of interpretivism lies a process of sensemaking (Bourne & Jankowicz, 2018) ; individuals make sense of the world that surrounds them by "imposing a possible order" (Hirschheim & Klein, 1989 , p. 1204 , and in doing so, they construct their own version of reality (Berger & Luckmann, 1967; Orlikowski & Baroudi, 1991) . As Bourne and Jankowicz (2018) note with regards to Kelly's philosophical presuppositions: "the world out there is real; the world in here is equally real; and one's psychology is defined by the way in which one maps the inside onto the outside" (p. 129). One of the advantages of TPC is exactly this: it elicits the tacit and explicit thoughts and views of participants on a particular subject (Ashenden, 2018; Pattinson, Parsons, Butavicius, McCormac, & Calic, 2016) .
Kelly emphasizes that constructs are bipolar (dichotomous) in nature, because individuals "never affirm anything without simultaneously denying something" (Fransella, Bell, & Bannister, 2004) . This means that each construct consists of an emergent pole and a contrast pole (Pankratz & Basten, 2018) . For example, the construct "good communication" has a corresponding contrasting construct of "poor communication." Kelly argues that it is, in fact, the contrast pole that provides us with a clearer meaning of the emergent pole (Fransella et al., 2004) . This ontological presupposition is very similar to what has been termed as "universe of discourse" in Boole (1854) studies in logic and probability. Using both poles helps us enhance our understanding and interpretation of a particular phenomenon (Kreber et al., 2003; Tan & Hunter, 2002) . The notion of a construct is considered different to what would typically be referred to as a concept (Fransella et al., 2004) . The formation of a construct is founded on similarity and differences in events, i.e. some events are similar in features, while others are different. This conceptualization of constructs is captured in the dichotomy postulated by Kelly and it differs from our normal thinking. Humans usually think of concepts in terms of an absolute categorization, where events are ordered along a specific, or specified, dimension.
A RepGrid has three components: elements, constructs and links.
Elements are the objects of interest in the area under study. For example, in the Pattinson et al. (2016) study of attitudes towards risk-inclined, naïve and accidental user behaviors, elements were behaviors such as inserting an unknown USB flash drive into a computer workstation, or posting sensitive information on social media. Constructs represent how the individuals interpret the elements. As part of the RepGrid technique, participants are asked to "identify constructs that differentiate a set of elements" (emphasis added) (Napier, Keil, & Tan, 2009 ). As mentioned above, constructs are bipolar in the RepGrid technique. Hence, in the Pattinson et al. (2016) study, constructs included 'more negligentless negligent' and 'more harmful to informationless harmful to information'. Finally, links are connecting the elements and constructs. The links show how individuals interpret the similarities and differences between the elements and constructs. Tan and Hunter (2002) discuss three methods of linking elements to constructs: dichotomizing, ranking, and rating. In our study, we use a five-point rating scale to get participants to differentiate between the elements and constructs along a twodimensional matrix that is also known as RepGrid interview sheet (see for example Pattinson et al., 2016) .
Study design
As Tan and Hunter (2002) note, the RepGrid technique can be applied in a multitude of ways. This means that there is an assortment of RepGrid design choices, which cater to different research objectives and contexts. Based on the work of Pankratz and Basten (2018) , Table 1 summarizes our RepGrid design choices along with their respective implications to our research.
We collected data over a period of four months in an e-commerce start-up with 31 employees. The company was involved in the food catering industry, and so the information security requirements mostly pertain to the collection and handling of customer data, such as name, physical and e-mail address, and credit/debit card numbers. Many employees were hired fresh out of college with limited or no experience in information technology (IT) and/or information security. One of the three co-owners of the business, Kyle, had over 20 years of experience as a systems administrator. He created a security policy for the business, which was based on the SANS Institute Information Security Policy Templates. The security policy comprised only five sub-policies: acceptable use policy, information systems roles and responsibilities, password policy, email policy and remote access policy. By the end of the data collection, the company was struggling to achieve full Payment Card Industry compliance and had not developed other important subpolicies due to lack of resources.
The security policy was distributed to all new employees as part of their welcome package. While updates to any of the sub-policies were communicated via email, follow-up SETA initiatives were not organized, again, due to lack of resources. Kyle delivered workshops based on the security sub-policies once a year. In the absence of a dedicated information security department, line managers and supervisors were mostly responsible for ensuring the compliance of employees with security policy. All the employees of the company participated in the RepGrid data collection and analysis. Therefore, our study utilized the entire population, rather than a sample. Table 2 provides a summary of the demographics of our participants.
The following sub-sections present the steps we followed in the application of the RepGrid technique.
Element definition
The elements are the objects of the study. According to Hedman et al. (2017) , the elements have to be discrete, homogeneous, they must not be evaluative, and they need to be drawn from the field of study. For the purpose of our study, the five sub-policies constitute the elements of our RepGrid, and were supplied to the participants by the researchers, in line with the guidelines provided by Bourne and Jankowicz (2018) .
Construct elicitation
In this step, we elicited the constructs of participants following the basic procedure for RepGrid elicitation of Jankowicz (2004) . To achieve this, we did not engage with all the participants, but only with five participants with substantial experience in information security and/or the IT industry. Each of these participants had more than 12 years of experience in networking, database administration and systems administration. We supplied three elements (security sub-policies) to this group of participants, where two of the elements were similar but different from the third, and asked these five participants to identify similarities and differences among them. This is known as the triad elicitation technique (Kelly, 1955) . After multiple structured interview rounds with each one of these participants, which involved a series of follow-up 'how' and 'why' questions, we were finally able to consolidate the constructs and reach construct saturation. From the data we collected, a total of 30 constructs were derived.
Following the construct elicitation stage, we asked the remaining 26 participants to rate the constructs against each element (i.e. each security sub-policy). The rating was conducted using a RepGrid interview sheet (see previous section of this paper) that featured a 5-point Likert scale, where five represents the emerging pole of the construct and one represents its contrast pole. We used Microsoft Excel and IBM SPSS Statistics V21.0.0 to analyze the data and build cognitive maps. This resulted in the content analysis and the cluster analysis, which are presented in the following sub-sections of this paper.
Data analysis

Content analysis
We used Honey's (1979) content analysis approach as described in Jankowicz (2004) . A key advantage of this method is that it considers all ratings of the constructs by calculating the mean of the ratings of each element. Before starting the content analysis, we grouped constructs into three categories: those related to the form of the policy (i.e. the structure of the policy), the content of the policy (i.e. the selection of rules that are included the policy), and the process of the policy (i.e. how the policy explains the rules and who is responsible). These categories synthesize the focus of previous efforts on the content (Buthelezi et al., 2016) , as well as the breadth, clarity and brevity of security policies (Goel & Chengalur-Smith, 2010) , while extending these efforts by adding policy explanation and responsibilities under process. Table 3 presents the constructs that were derived from the construct elicitation stage grouped into the process, form and content categories. The researchers assigned constructs into each category and sought third-party confirmation from seven Master's and three doctoral students in information security management.
After completing our content analysis, we attempted to identify trends based on frequency counts. This is a simple analysis technique that involves counting how many times participants mentioned each element and construct, thus showing which constructs are more important compared to others. Our analysis suggests that constructs related to process received more high ratings compared to other groups. In other words, the 26 participants perceived the process aspects of the policy more important compared to the form or content aspects of the policy. Similarly, this technique can also be used to determine the most Table 1 RepGrid Design Alternatives and Design Choices. Adapted from Pankratz and Basten (2018) .
Design Aspect
Design Decision Implication
Conceptual direction Mixed methods Idiographic
We adopted an idiographic research approach because it allows us to sufficiently examine complex socioorganizational phenomena, as well as their respective context (De Vaus, 2001) . Although we conducted interviews with participants, we analyzed the data using quantitative and qualitative techniques.
Logging data Notes
We logged data by taking extensive notes during interviews.
Identification of elements
Choosing the types of elements Supplying elements Number of elements: 5 Opposing elements not developed
We were interested in how organizational stakeholders perceive security policy not as a standalone statement, but rather as a collection of different sub-policies. Hence, the sub-policies of the company under examination became the elements of our study.
Identification of constructs
Eliciting constructs Group elicitation Opposite contrast pole
We elicited constructs, as well as their opposite contrast pole, using a group of employees with substantial experience in information security and/or the IT industryspecifically, in networking, database administration and systems administration. Our reasoning was that the prior experience of these individuals in roles related to information security would enable them to provide richer and more focused feedback towards the elicitation of constructs.
We asked this group of employees to also develop opposing constructs.
Laddering
Not applied We reached construct saturation after conducting follow-up interviews with the aforementioned group of participants. Linking elements to constructs Rating We asked the remaining 26 employees to rate the constructs using RepGrid interview sheets (see Section 3 of this paper). Years of experience in the IT industry Less than 1 19 1-5 9 6-11 1 12-17 2 18-28 0
Years of experience in information security
Less than 1 26 1-5 0 6-11 3 12-17 1 18-28 1
Years of overall work experience Less than 1 9 1-5 1 1 More than 5 11 important construct within a particular group of constructs. Table 4 summarizes the two highest rated constructs for each group of constructs. Content analysis allows us to drill into the data and gather more informed insights for each group of constructs, or for a particular demographic. We grouped the participants based on their level of overall work experience into High (more than 5 years), Medium (from 1 to 5 years), and Low (less than one year or no experience). It should be noted that, despite carrying the same name, these categories should not be confused with the percentage of similarity categories that are presented in Honey's nine steps of content analysis. Table 5 summarizes the highest rated constructs for each level of overall work experience (i.e. High, Medium, and Low). One content-related construct ("This policy is very detailed/explains all the rules in details"marked with * in Table 5 ) and one process-related construct ("This policy reflects its importance to me (as an employee)"marked with ** in Table 5 ) appear in the top-rated constructs of the participants with High and Low experience. Follow-up interviews with participants that have Medium overall work experience could provide us more insight as to why these two constructs were not featured in their list of top-rated constructs. However, we did not pursue this line of enquiry as we felt that the precursors of the convergence or divergence of stakeholder perceptions were beyond the scope of this paper (please see Proposition 2 in the Discussion section).
We now turn our attention to the variance of perceptions. Principal Components Analysis (PCA) is the most common method used when analyzing RepGrids (Bell, 1990) . PCA looks at the variability (i.e. variance) in the ratings of constructs and identifies the extent to which the ratings of each construct are similar to one another. However, since PCA provided us with an abundance of analytical insights that reach beyond the scope of this paper, we will only discuss cluster analysisan alternative method that is presented in the following sub-section.
Cluster analysis
The results of cluster analysis help to identify patterns and main combinations of constructs (Tan & Hunter, 2002) . We used SPSS to conduct a cluster analysis of the 30 constructs for each of the 26 participants of our study. The technique presented below could also apply to groups of participants, instead of the entire population.
In the context of our study, clustering entails the grouping of constructs for each of the participants based on their rating of the constructs. The number of clusters that were generated for each participant varied between two and nine. Fig. 1 summarizes the count of participants by the number of clusters generated.
The majority of participants (18) generated three to five clusters, The technical part of this policy is available The cost of following this policy is less than the benefit of following it
This policy is well-documented / well-structured / precise / organized This policy serves the business objectives / goals This policy reflects its importance to me (as an employee) This policy is important for the security of the organization This policy is flexible / less strict This policy is strong / cannot be violated easily Table 4 Top-rated constructs per group of constructs.
Group Construct
Process
This policy reflects its importance to me (as an employee). This policy is important for the security of the organization.
Content
The purpose of this policy is clear and understandable. This policy is very detailed/explains all the rules in details.
Form
This policy is complete/includes all the needed rules. This policy is well-documented/well-structured/precise/organized. whereas only six participants generated seven to nine clusters. Participants with extremely high number of clusters, such as the participant that had nine clusters, demonstrate great diversity in their overall perception of the security policy. This is an undesirable outcome because it indicates a confused understanding of the policy. Furthermore, a very low number of clusters (for instance, one of our participants had only two clusters) suggests great consistency in the rating of the constructs. However, this is also an undesirable outcome because it implies a collectively uncritical rating of the constructs. We conducted a one-hour, open-ended interview with each of the participants that had two and nine clusters respectively to further investigate this and elicit each participant's reasoning behind their rating patterns. The interviews confirmed our initial assumptions regarding extremely low and high cluster numbers. A more detailed analysis of each cluster for each of the participants may yield interesting insights regarding the constructs for which their perceptions are similar. For economy of space, we only present the clusters and resulting dendrograms that were formulated according to the responses of two of the 26 participants. Participants 1 and 2 were selected as illustrative examples because the clustering of their constructs is significantly different, which means that these participants hold very divergent views regarding the company's security policy. A closer examination of the construct clusters of these two participants will demonstrate the analytical capacity of the RepGrid technique, particularly in unearthing the different understanding of security policies that the participants hold. Table 6 shows the clusters generated by SPSS for the constructs of participants 1 and 2, respectively. Each cluster contains constructs that a participant perceives as highly similar. The divergence of perceptions of security policy is initially illustrated in the number of clusters; participant 1 has seven clusters, whereas participant 2 has only 3.
Furthermore, the number of constructs that are included in each cluster may vary for each participant. For instance, 26 out of 30 constructs are clustered together for participant 2, whereas only 13 out of 30 constructs are clustered together for participant 1. Large number of constructs in the same cluster indicate that a participant thinks these constructs are very similarwhich may or may not be a desirable outcome as explained above. This is illustrated in the data collected from participant 2. The mega-cluster found in the responses of that participant may be an indication that she/he lacks a clear understanding of the policies and perceives them as being largely the same.
The clustering of constructs also allows us to identify similarities among the perceptions of organizational stakeholders. For instance, participants 1 and 2 share the same perception for the construct "This policy shows who is responsible for what" in regard to the rest, since both of these participants think that this construct is not similar to any other. A more in-depth analysis that draws on the agglomeration schedules, where the process of clustering the constructs is presented in greater detail, can reveal how strong is the similarity of constructs in each of the clusters of a particular organizational stakeholder.
Figs. 2 and 3 present the dendrogram of the constructs for participants 1 and 2, respectively. The clusters depicted in each dendrogram match the clusters shown in Table 5 . The vertical lines in each dendrogram represent the grouping of clusters and the distance between two joining clusters. As the clusters being merged become more heterogeneous, the vertical lines will be located farther to the right side of the plot, as they represent larger distance values. The horizontal lines represent the differences of these distances. SPSS rescales the distances to be within the range of 1-25. Thus, the dendrogram shows the rescaled distance not the actual distances. However, the ratio of the rescaled distances is equal to the ratio of the actual distances.
The best approach to determine the number of clusters in the data is to incorporate information from both the agglomeration schedule and the dendrogram. For instance, we concluded from the agglomeration schedule that it would be best to stop the cluster analysis after the 23 rd stage, thus eliminating the last 6 stages. By stopping the clustering at this point, 7 clusters are revealed within the dataset of participant 1, since the cut-off (vertical red) line crosses 7 horizontal lines (Fig. 3) . The eliminated stages are shown on the right-hand side of the cut-off line in the dendrogram above.
Similarly, we concluded from the agglomeration schedule that we should terminate the cluster analysis for participant 2 after the 27 th stage, thus eliminating the last 2 stages. As a result, 3 clusters were revealed within the dataset, since the cut-off (vertical red) line crosses 3 horizontal lines (Fig. 3) . The eliminated stages are shown on the righthand side of the cut-off line in the dendrogram above.
Discussion
We now present a discussion of the implications of using the RepGrid technique to map the differing perceptions of security policies in way of three propositions that we have developed based on our study. Proposition 1. Stakeholder perceptions regarding the process, content and form of a security policy are intricately linked to policy compliance.
In this paper, we have argued in this paper that divergent stakeholder perceptions of a security policy can have serious repercussions for the security posture of an organization. The argument is well supported in the academic literature where lack of knowledge or , 2, 3, 6, 7, 8, 9, 11, 13, 17, 19, 21, 28 CL2 10, 15, 16, 20, 24 CL3 18, 30 CL4 22, 23, 25, 26, 27 CL5 5, 14 , 29  CL6  4  CL7  12  2  3  CL1  1 , 2, 3, 5, 6, 7, 8, 9, 11, 12, 13, 14, 17, 18, 19, 20, 21, 22, 23, 24, 25, 26, 27, 28, 29, 30 CL2 4 CL3 10, 15, 16 understanding of a security policy results in unintentional security policy violations has proven to be the case . In some instances, this is attributed to technologyrelated work stress. Specifically, ambiguity over technology-related roles and responsibilities (Tarafdar, Tu, Ragu-Nathan, & Ragu-Nathan, 2007; Teh, Ahmed, & D'Arcy, 2015) , as well as the pressure to meet complex security policy requirements (D'Arcy, Herath, & Shoss, 2014; Hwang & Cha, 2018) exacerbate technostress and lead to non-compliance of security policy. While our research, presented in this paper, does not investigate aspects of technostress and security policy compliance, it does introduce the importance of understanding different stakeholder perceptions for managing security policies.
In studying differing security policy stakeholder perspectives, we introduce three aspects that help in a better comprehension of security policies. These are the form (i.e. structure), content (i.e. prescribed rules), and process aspects of a policy (i.e. how the policy explains the rules and who is responsible) under a single theoretical and methodological lens. Such an understanding extends previous studies on the form (Goel & Chengalur-Smith, 2010) and content (Buthelezi et al., 2016) of security policies. Despite respective contributions to the literature, prior studies do not address a policy's explanation of security rules and responsibilitiesan issue that is particularly relevant to certain aspects of technostress (Tarafdar et al., 2007) and security related stress (D'Arcy et al., 2014) . For instance, according to the collective perceptions of the 26 participants of our study (i.e. the organizational stakeholders that did not have substantial experience in information technology and/or security), the security policy of the organization under study was seen as clear and detailed (content). Furthermore, the policy was well-structured and included all the required rules (form) (see Table 4 ). When process is also considered, the findings indicate that the policy is important for the security of the organization, and that it reflects this importance to the organizational stakeholders. Process is a key aspect of a security policy because it captures those socioemotional elements (Cram et al., 2017) and affective states (D'Arcy & Lowry, 2017) that influence the attitude towards security policy compliance. If stakeholders perceive the security policy as important for the organization, they may be more motivated to adhere to it (see for example .
In view of the above, we propose that the content, form and process aspects of a security policy are related to compliance. Fig. 4 shows a S. Samonas, et al. International Journal of Information Management 50 (2020) 144-154 proposed theoretical model for the investigation of the polarity, strength, and extent of the relationships between the content, form and process of a security policy and policy compliance. This line of enquiry for future research could provide more insight as to the effectiveness of each aspect and their respective contribution to security policy compliance.
For instance, our analysis shows that one content-related construct and one process-related construct appear in the top-rated constructs of participants with High and Low overall work experience (see Table 5 ). Several questions arise from this finding: Why do participants with High and Low, but not Medium, work experience share appreciation of these two constructs? And how does this affect each demographic group's attitude towards policy compliance? Hence, in this model, demographic parameters such as age, years of overall work experience, or years of work experience in IT could be used as moderating variables.
Proposition 2. Ontological aspects of the convergence and divergence of differing perceptions are essential for the success of a security policy.
Building on Proposition 1, our study raises an assortment of questions that pertain to more extensive applications of the RepGrid technique in the study of differing perceptions of security policy. For instance, an in-depth look into the responses of organizational stakeholders could reveal more about the causes behind the convergence or divergence of perceptions. Why is there consensus among stakeholders regarding certain aspects of the policy? How strong is that consensus? Accordingly, if there is divergence of perceptions, what are the factors that fuel this divergence? By pinpointing the precursors of convergence and divergence, organizations can achieve a shared understanding of the policy as a dynamic organizational artifact that is based on a constant dialogue between the policy makers and the users who are expected to comply with it.
Hence, it is important to understand the variance in the perceptions of stakeholders, as well as the causes of this variance. Principal component and/or cluster analysis needs to be performed in addition to content analysis to illustrate the differences in the perceptions of participants regarding the security policy. According to our findings, the number of clusters generated for each participant based on their rating of the constructs varied considerably (see Fig. 1 ). As illustrated in Section 5.2 of this paper, extremely high or low numbers of clusters are undesirable because they indicate a fundamentally flawed or uncritical understanding of the policy. Even when two participants have the same number of clusters, different constructs may be included within each cluster. For example, our cluster analysis shows that participants 2 and 9 both have three clusters. However, the constructs that fall under the first, second and third clusters in participant 2 are different from those generated for participant 9. This means that these two participants understand different aspects of the policy in a similarly consistent way.
Proposition 3. The RepGrid technique can be used to facilitate and support a life cycle management approach for security policies.
A key challenge that organizations face in developing and implementing appropriate security policies is the translation of organizational norms and standard industry practices into meaningful and institutionalized rules (Niemimaa & Niemimaa, 2017) . As Bulgurcu, Cavusoglu, and Benbasat, (2010) note, security policies include rules that dictate how should organizational members interact with the organization's information technology resources in response to specific security issues. Another key challenge is the systematization of the process of updating security policies. Besides providing obvious recommendations regarding how precise, detailed and well-written security policies need to be (see for example D'Arcy et al., 2014), the majority of the academic literature fails to examine the adjustments to policies over time (Cram et al., 2017) . Security policies should be seen as dynamic organizational artifacts that undergo, not only occasional, major changes, but also periodic, incremental changes based on the feedback of employees, as well as a constantly evolving security threat and industry competition landscape (Cram et al., 2017) .
Citing the Abelson paradox (Abelson, 1985) and referring to the longer term understanding of the compliance decisions of employees, D'Arcy and Lowry (2019) argue that a small amount of explained variance in the daily compliance attitude and behavior of employees may become meaningful over time. Similarly, we posit that the explained variance of stakeholder perceptions as these are captured through the application of the RepGrid technique may a) offer a fresh set of antecedents of security policy compliance (see Proposition 1), and b) help organizations manage ongoing policy adjustments as part of a security policy life cycle (see for example Rees, Bandyopadhyay, & Spafford, 2003) . As shown in this paper, the application of the RepGrid technique can help organizations pinpoint areas where the policies are effective, but most importantly, critical areas that need attention. Based on the input of employees, management can design appropriate SETA initatives that focus on specific aspects of a security policy that are not clear to or well-received by employees. It may also be useful to also capture the perceptions of the developers of the security policy and compare them with those of other organizational stakeholders. In this way, more fine-grained change management actions that target specific user sub-groups or aspects of the policy, such as content, process or form, can be identified.
Our application of the RepGrid technique offers insights on the frequency of ratings by and within a particular group of constructs, as well as on how top-rated constructs vary depending on the work experience of participants. For instance, the results of our RepGrid analysis suggest that participants consider the process aspects of the policy more important than form or content in the effectiveness of the policy. Obviously, different construct groupings and work experience brackets can be applied in other studies. The results can be interpreted in a twofold way. For instance, individual constructs or groups of constructs that are highly-rated indicate that the message regarding these particular aspects of the security policy is clearly communicated. Low-rated constructs, on the other hand, require attention. This may involve rephrasing, or even removing altogether, a specific security rule or provision. The frequency of ratings can help organizations pinpoint the aspects of a security policy that are well-received, as well as those that are ill-received, and act accordingly. In other words, it can help management capitalize on the aspects that users can easily relate to, while taking corrective action for the ill-received ones.
To summarize, the propositions derived from this research are in line with previous work that applies the RepGrid technique to assess individual attitudes towards information security and, in this way, assist management in developing appropriate SETA initiatives (Pattinson et al., 2016) . We argue that using the RepGrid technique to capture the perceptions of organizational stakeholders regarding a security policy can help management develop, implement, monitor and assess a security policy throughout its entire life cycle.
Conclusion
This paper addresses a real-world problem, namely the misinterpretation of a security policy, which can lead to non-malicious, non-compliance of said policy. We argue that studying the convergence and divergence of stakeholder perceptions regarding a security policy makes a meaningful contribution to the security literature, as well as to security management practice. From an academic standpoint, and in the context of Mathiassen (2017) engaged scholarship, our study is the first to examine stakeholder perceptions of a security policy while looking at the process, content and form aspects of the policy. This perspective builds on and extends previous literature that aims to understand the content and form of security policies. However, more research is required if we are to understand the relationship between the differing perceptions that stakeholders have regarding a security policy and the attitude and behavior of stakeholders towards policy compliance.
From a practical standpoint, our analysis suggests that a deeper understanding of the stakeholder perceptions on security policy can help managers design, implement and maintain good governance practices for information security. The application of the RepGrid technique provides us with valuable insights on how to maintain and reinforce successful practices, but also to identify necessary changes that will foster the commitment of the organization for security. This involves a) the identification of differences in the stakeholder perceptions, and b) an assessment of how far these perceptions are from the actual meaning of the rules and policies.
Clearly, a key limitation of this study lies in the lack of more case studies, as well as in the lack of historical data from a single organization that could be used for comparison and the identification of patterns and trends. Regular application of the technique as demonstrated in this paper can be time-consuming, especially when the RepGrid analysis involves many data points. However, it needs to be viewed as a process that offers important takeaways and potential action items for management, and hence, we argue that it is worth the investment in time and resources.
