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Abstract
Smartphones have become an essential commodity for people all around the world.
Literally, almost every person in the world is migrating towards smartphones. It has become a
trend because it has almost the same computing power as a computer and the major advantage is
that it is portable. All the tasks a computer can do can be done by a smartphone and that is what
people like about it.
The most popular smartphone in the world is the “Apple iPhone”. Because of its features
and specifications many people in the world use it for various purposes. The iPhone is used by
various groups of individuals such as students, faculty, business man, factory workers etc.
Because of its large group of users, there might be chances that it can be used for false purposes
too. So, there has been a rise in the new scope of the subject known as “iPhone forensics”. This
involves analysis of the user’s data from backup such as retrieving messages, photos, keystrokes,
notes, browser’s cache, etc.
There have been several methods which used for retrieving the user’s data. All these
applications were developed by several organizations worldwide. They can be either free
versions which are open source or available to buy.
This paper briefly discusses all the aspects starting from what an iPhone is to how
forensics can be done on an iPhone. It mainly deals with the methods of how data is retrieved
using different forensic tools and how the retrieved data is analyzed. After performing various
analysis, we see that the logical acquisition is much better than other approaches as it yields
better results and we see it from our experiments performed.
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Chapter I: Introduction
iPhone is a line of smartphones released in the year 2007 which are designed and
marketed by Apple Inc. They run on Apple iOS mobile operating system (Wikipedia, n.d.). It is a
revolutionary product which revolutionized the way people look at a smartphone. It created a
huge impact on the people of the 21st century.
The main reason for the popularity of iPhone is the wide range of applications it provides,
and the support provided by Apple Inc. A smartphone can generally be compared to a small
computer and iPhone is no less than that. Due to a wide range of applications, there will be
storage of data in different types. And this storage is volatile, and it is changed constantly unless
the device is turned off (Engman, 2013).
As devices become more popular people become more interested in how and what data is
stored on the smartphones. This resulted in advancement in the field of Forensics for mobile
devices and primarily iPhone forensics. But as new models are released every year several new
problems arise as the software’s which were used on previous devices may not function properly
on the newer versions of operating systems and devices.
Every year a new iPhone is released in the market with a new operating system. This is a
major concern as both hardware and software are changed organizations need to come up with
new tools. This makes it difficult as they need to invest a lot of time and effort in developing new
tools which support the new enhanced operating system.
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Figure 1. iPhone versions (“The Mercury news,” n.d.).
iPhone file system. “A file system handles the persistent storage of data files, apps, and
the files associated with the operating system itself. Therefore, the file system is one of the
fundamental resources used by all processes” (Apple, n.d.).
HFS file system. In early 90’s Apple introduced a new type of file system called the
hierarchical file system (HFS). It was designed to be a new dynamic file system and is formatted
with a 512-byte block scheme. This file system has two types of blocks known as logical blocks
and allocation blocks. The logical blocks are numbered from the first block to the last block
available on the volume and it will remain static. Allocated blocks can be tied together as groups
to be utilized more efficiently (Proffit, 2012).
APFS file system. This file system was introduced by Apple in the year of 2017. It was
designed for flash-based devices. It was mainly introduced because of its higher read/write
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speeds which are comparable in number with the solid-state drives. It also has the efficient way
of storing data which makes the data utilization more efficient (Tech republic, n.d.).
SQLite Database. This is the most popular database used for modern mobile devices to
store data. This is completely relational and contained in a small C programming library. It has
been also implemented by Apple development community and all the native applications such as
Messages, music, calendar etc are stored in this database structure and organized efficiently
(Proffit, 2012).
iOS security. Apple’s main motive is to provide security as its core element. They went
out to create the best mobile platform and completely redesigned the security architecture. They
went on to incorporate complex methodologies so that they can keep the user data secure and in
an encrypted fashion (Apple business). The several ways they categorized the security approach
is as follows:
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Figure 2. iOS security (Apple business).
Problem Statement
The main problem is as new iPhone’s come into the market new hardware and software
changes take place which results in developing new forensic tools for newer devices. Apart from
this, the other aspect in consideration is the security. Apple is making devices more secure day
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by day so that third party software or tools cannot penetrate deep into the system. This approach
came into place because of the malicious applications that are becoming viral in the market.
So, we come with several approaches which we would discuss in the paper are as follows:
1. How do we perform a forensic analysis on an iPhone?
2. Which tools to use to perform the forensic analysis?
3. What is the information that we need to examine?
4. How many various methods can be applied to perform the analysis?
5. How many types of approaches yield the same result?
6. How effective will the approaches be?
Nature and Significance of the Problem
The techniques and procedures that are followed by forensic investigators to solve the
iPhone cases are no longer possible because of the major changes in software and security
methods provided.
As per the statistics from Wikipedia, the recent Q1 sales of 2018 is 77.3 million. The
average sales as per my estimation for each quarter is almost 25million (Wikipedia). By this we
can clearly understand how many devices Apple produces and how many are sold. As the user
base is so large the chances of committing crimes through these devices is also high.
From the above figure, we see a major rise in the usage of smartphones. The
transformation of how people used basic phones in daily life has taken a major leap towards
using smartphones.
Objective of the Project
The main objective of the study is to find out how forensic investigators are facing
troubles while trying to use different methods for performing forensic analysis on iPhone. In this
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approach, I would also be considering the different methods of backup and tools used to retrieve
the key information from an iPhone and compare the results from each approach.
Study Questions
The study questions may constitute like: what are the difficulties caused by the forensic
investigators while using tools to retrieve information? Would the backup be sufficient to
retrieve information? Would the deleted files be recoverable by the different methods? Would
the results match when different approaches are used?
Limitations of the Project
The main limitation of this project is would the tools and methods that we use for
retrieval of data would be successful or not. This concern is mainly because of the security
provided on iPhones. To be precise it is something dealing with the data which is stored in an
encrypted way.
Definition of Terms
Smartphone: “A smartphone is a handheld personal computer with a mobile operating
system and an integrated mobile broadband cellular network connection for voice, SMS,
and Internet data communication”. “Today, smartphones largely fulfill their users' needs for
a telephone, digital camera and video camera, GPS navigation, a media player, clock, news,
calculator, web browser, handheld video game player, flashlight, compass, an address book,
note-taking, digital messaging, an event calendar, etc.” (Wikipedia, n.d.).
iPhone: “iPhone is a line of smartphones designed and marketed by Apple Inc. They run
Apple's iOS mobile operating system. The first-generation iPhone was released on June 29,
2007, and there have been multiple new hardware iterations with new iOS releases since”. “The
original iPhone was described as "revolutionary" and a "game-changer" for the mobile phone
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industry. Newer iterations have also garnered praise, and the iPhone's success has been credited
with helping to make Apple one of the world's most valuable publicly traded companies”
(Wikipedia, n.d.).
iOS: iOS was formerly known as iPhone OS is an operating system provided by Apple
exclusively for its devices. It has been unveiled during the launch of the first-generation iPhone
and has been releasing with upgrades every year since then. The current version of iOS in iOS 11
(Wikipedia, n.d.).
All the versions of iPhone can be given as follows:
1.

iPhone OS 1

2.

iPhone OS 2

3.

iPhone OS 3

4.

iOS 4

5.

iOS 5

6.

iOS 6

7.

iOS 7

8.

iOS 8

9.

iOS 9

10. iOS 10
11. iOS 11 (till date)
Digital forensics. Digital forensics can also be termed as “digital forensic science”. It can
be defined as the branch of forensic science which deals with recovery and investigation of
material devices which are in often relation to computer crime. The term Digital forensics was
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first used as a synonym for computer forensics but later as new devices with digital storage came
into existence it expanded to these devices too (Digital forensics, n.d.).
Summary
In this chapter, we have learned what a smartphone is and how the market for
smartphones is rapidly rising. We also discussed what are the main problems faced by forensic
experts and security provided by Apple for these devices. A brief description of the definition of
terms was also discussed along with a brief intro to study questions such as how iPhone forensics
can be done and how efficient they would be in the retrieval of data.
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Chapter II: Background and Review of Literature
Introduction
Firstly, there were days as whenever a digital crime occurs people always used to look at
an angle that it was committed using a computer. But now the days have changed almost all the
devices with digital storage can be used to commit crimes. This has become a major turnover and
the main challenges were regarding the retrieval of data and tools used.
The main key aspect that we need to look forward is how we can retrieve data from an
iPhone. The challenges that might occur during this process would be the format of how the data
is stored in an iPhone in an encrypted way. Will the tools and methods be efficient enough to
retrieve the data and produce the same output?
Background Related to the Problem
The main problem faced today by the forensic investigators is how to retrieve the data
from the iPhone. There are several methods available in the market, but they need to analyze
which method would be best suitable. But before we use these methods the underlying problem
is with the security and the encrypted storage of data in an iPhone.
They need to bypass this measure so that they could analyze the data present on the
iPhone and perform forensic analysis to retrieve the data. This is one of the main problems to
keep in mind when performing a forensic analysis.
Literature Related to Problem
Forensics. Forensics can be defined as “relating to or dealing with the application of
scientific knowledge to legal problems especially in regard to criminal evidence” (Merriam
Webster, n.d.).
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To be precise we can define forensics as gathering all the useful information which could
be presented as evidence in the court for solving a case. This information would be collected by
various methods and strategies and may be done in all fields.
Digital forensics. Digital forencics can be defines as “The science of identifying,
preserving, recovering, analyzing and presenting facts about digital evidence found on computers
or digital storage media devices” (Interworks, 2016).
Digital forensics cannot be just limited to the court of law. There may be chances that a
company or a firm nay be handling some sort of internal affair like violation of certain terms and
may not fall under the crime category. So, by this, we understand how it is used to find evidence
and use it to present it either in front of the court or solve matters within the organization
(Interworks, 2016).
Digital forensic process. The process of digital forensics can be simply given as a fivestep process as follows:
1. Identify: In this step, we need to identify where the data is stored. This is a key step as
this identification would lead to the progress in the investigation.
2. Preserve: The next step will be integrity. Because, without integrity, a piece of
evidence loses its value or “admissibility” in the court of law. That’s why it’s so
important to ensure that the artifacts are unaltered and preserved in their original
state.
3. Recover: This will be the next step in the process. As the name suggests it deals with
recovering the files which are deleted from the main storage. By this, we could
extract several keen information which might be helpful in presenting as evidence in
the court.
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4. Analyze: This step deals with analyzing all the information which we recovered from
the storage. The analyzation is done in various methods regarding on how we want
the information to be retrieved.
5. Present: This is the final step of the process. Here we present all the findings and
document in a proper way so that we have a clear idea of what we have done in the
previous steps to perform forensic analysis and also to present in the court as
evidence in a proper format (Interworks, 2016).
The process can be explained in the below Figure as follows:

IDENTIFY

PRESERVE

RECOVER

ANALYZE

PRESENT

Figure 3. Digital forensic process.
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Security. The system security is defined so that both the hardware and software are
secure across all components of every iOS device. This makes the forensic analysis more
difficult as the device is secured in all ways. The way Apple categorizes the security approach is
as follows:
1. System security
2. Encryption
3. Data protection
4. App security
5. Network security
6. Internet services
7. Apple pay
8. Device
9. Privacy controls
Security enhancements over the years. Earlier during the initial stages of smartphones,
there was not much concern about security. But as years passed by digital attacks started to
tremendously increase. This made Apple Inc. make devices more secure. Over the years the
iPhone has taken many transformations both physically and in the aspect of security.
UID and GID were introduced so that they can identify the device and the model. Apart
from that passcode was introduced which secured the device. Later Touch Id was introduced
which took users finger print and authenticated users with identified finger prints. During the
launch of iPhone X in the year of 2017 Apple Inc. introduced FaceId. This feature stores the
user’s face as a pattern and recognizes and unlocks the phone if the user puts themselves infront
of the front camera.
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The architecture of iOS devices. The iPhone architecture is a sophisticated architecture.
It is mainly designed in regard to the general architecture so that whatever operation is done by
the user the system responds accordingly and gives the desired output.
The input is given by the user through the hardware and this request goes through the
firmware then the processor and a signal are produced. This signal in turn produces a system call
and gives the output back into the hardware so that the user gets the desired output.

Figure 4. iPhone architecture (Mallepally).
iPhone RAM. The RAM that is present in an iPhone is very different from what other
smartphones use. The type RAM what an iPhone uses is the Flash RAM. The speed of the device
is an increase because of using this RAM as it is fast and performs tasks efficiently (Mallepally).
The file system of iOS devices.
iOS storage with HFS + File system. Until 2017 the file system that was used by Apple
for its devices was the HFS file system. This was developed by Apple and can be expanded as
“Hierarchical file system” which is a dynamic file system. It is formatted with 512 bytes block
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scheme to meet new several objectives by Apple. As discussed earlier it has two types of blocks
known as Logical and allocation blocks.
“The structures of file system include a volume header, startup file, allocation file,
attributes files, extents overflow file and a catalog file” (Proffit, 2012).
HFS + Volume header. In this the sectors 0 and 1of, the volume is boot blocks. This
stores a wide variety of data such as the size of allocation blocks, a timestamp regarding when
the volume was created or location of other volumes.
HFS + Allocation value. The main function is to track which allocation blocks are used
by the system or are free. It specifies the free block by storing it as data in bitmap specifying it
with “clear bit”.
HFS + Extents overflow file. “The extent overflow file tracks all allocation blocks that
belong to a file. The information recorded lists all extents used by a file and its’ allocated blocks
in the proper order. This information is stored in a balanced tree format” (Proffit, 2012).
HFS + Catalog file. It describes the folder and file hierarchy of a volume which contains
metadata about all the files and folders and their respective timestamps. It uses a balanced tree
log structure which contains nodes which denote the reference to the files and folders.
Partitions. The iOS device will have two partitions. One is the firmware partition which
gets updated only when there is a new firmware update and does not contain much of the data
which is useful for forensic analysis. The second partition is the primary focus which contains
the user data. This is the main partition that forensic analysis should be done so that they could
retrieve all the useful and key data which can be provided as evidence in the court of law.
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Figure 5. HFS plus volume allocation (Mallepally).
Plists. Plists can be elaborated as “Property lists”. The main functionality of Plists is to
organize data into named values and lists of values using several Core Foundation types such as
CFString, CFNumber, CFBoolean, CFDate, CFData, CFArray, and CFDictionary. It gives us the
means to produce data which is meaningfully structured, storable, transportable and accessible
but keeping the data efficient as possible (Apple library, n.d.).
The plists programming interface allows us to convert the hierarchical structured types
into two divisions mainly the XML format and a binary format. The representation can be given
as follows:

26
Core foundation types with XML equivalents:
Table 1
CF Types and the Corresponding XML Tags of Plist (Apple library, n.d.)
CF type

XML tag

CFString

<string>

CFNumber

<real> or <integer>

CFDate

<date>

CFBoolean

<true/> or <false/>

CFData

<data>

CFArray

<array>

CFDictionary

<dict>

Failure of data transfer. The main problem that exists will be the failure of data
transfer. This may be caused by the encryption of data. This is a new process by which Apple is
trying to keep the data secure so that third party applications cannot be accessed by illegal
software’s and tools.
Encryption. In cryptography, the word encryption can be defined as the process of
encoding a message in a way that only authorized users can see the content and unauthorized
users cannot see or access the content. This is done in a process such that the plain text is
encrypted using an algorithm and the authorized user decrypts it is using a key (Wikipedia, n.d.).
Hardware encryption. Apple has been very keen on the aspect of security right from
almost the beginning. From its model of iPhone 3GS it has equipped the device with a dedicated
AES coprocessor. This processor stores two keys called the UID and GID. UID is a key which
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represents unique key per device. GID is a key which represents unique key per model (Handling
iOS encryption in a forensic investigation, 2011).
Software encryption. The files and folders in the device are always encrypted with a
unique key. This unique key is generated by the UID, GID and the public key of the application
or process. This is stored in a “keybag”. By this, we clearly understand how difficult is to decrypt
the files and folders on a system.
Firmware. A firmware is a file which is required for the the efficient functioning of the
operating system. With every new Operating System, there would be changes and upgrades to
the firmware too. This is also the main problem when performing forensic analysis on iOS
devices.
Legal issues.
The Fourth Amendment of the U.S constitution: Generally, officers need to have a
warrant in order to search and seize the materials. But as there was a vast change in the
smartphone market making laws became much difficult. Now as per the law the officers can
perform a search a phone without a warrant and if the search exploits any personal information
or privacy of the individual then the court must exclude any evidence obtained as a result of a
tainted search (Morrissey, 2011).
This generally happens because it is not easy to change the laws and update them. What
technology is in boom today will not have a guarantee that it would still be in a boom in the
coming years. Because of this, we can’t rapidly make changes to the constitution and bylaws as
per our wish.
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Literature Related to Methodology
Chain of custody. “Chain of custody (CoC), in legal contexts, refers to the chronological
documentation or paper trail that records the sequence of custody, control, transfer, analysis, and
disposition of physical or electronic evidence” (Wikipedia, n.d.).
“When evidence can be used in court to convict persons of crimes, it must be handled in a
scrupulously careful manner to prevent tampering or contamination. The idea behind recording
the chain of custody is to establish that the alleged evidence is in fact related to the alleged
crime, rather than having, for example, been “planted” fraudulently to make someone appear
guilty.” It is both a chronological and logical process.
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30

Figure 6. Chain of custody (National Institute of Standards and Technology, n.d.).
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Acquisition. Acquisition can be defined as a way in which we take control over an entity.
In our case, it is the device which we use to perform forensic analysis that is the “iPhone”.
According to my research, there are mainly four ways for acquiring forensic data from an iOS
device. They are:
1. Acquisition via iTunes backup
2. Acquisition via logical methods
3. Acquisition via physical methods
4. Acquisition via jail breaking
We will discuss these four steps briefly as follows:
Acquisition via iTunes backup. As the name suggests in this method the acquisition is
done via iTunes backup. The backup is generally retrieved from the workstation which is a
Windows or a Mac OS to which the iPhone is usually connected. The iTunes usually does an
automated backup in a directory on the system whenever the device is connected. It happens
whenever there is a software update, or a sync process is performed.
In a Windows operating system the backup is usually stored in this directory:
%systempartition%\Users\%username%\AppData\Roaming\Apple Computer\MobileSync\Backup\

Similarly, in a Mac OS, the backup is usually stored in this directory:
Users/%username%/Library/Application Support/MobileSync/Backup

In this directory, we find several interesting files which can be used for forensic
investigation. The root of the backup folder mainly contains several key files as status, info and
manifest plist files. From this the status.plist file provides data about the latest backup. The
info.plist file contains the data which confirms that the backup file matches the device. In this
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file, the IMEI number and the phone number can be found. The backup files what we get would
be in binary format, so we need to convert it into the human readable format. (Proffit, 2012)
Tools for this approach. For this approach we use iTunes which is provided by Apple
Inc. We need to find the path where the backup is stored and can use any third-party application
which supports reading of hex data.
Problems with this approach. As discussed in earlier sections as Apple has tightened its
security there will be chances that the backup would be encrypted. In this case, we need to
investigate a different scenario where we need to purchase additional tools for breaking the
passcodes. These tools would enable us to crack the password against the manifest.plist file. One
tool which is available on the market is the Elcomsoft phone breaker which will be discussed in
later sections.
Acquisition via logical methods. This is one of the most widely used and popular
approaches. “Using this approach, the allocated and active files on the iOS device are recovered
and analyzed using a synchronization method which is built into the operating system.” All the
information regarding the call logs, contacts, photos, etc. can be gathered. This information is
what a forensic investigator mainly needs to perform forensic analysis.
Tools for this approach.
iPhone Explorer. iPhone explorer also known as iExplorer is an application developed
by Macroplant. As the method suggests we look for logical data on the device. All the files what
the forensic investigator needs such as SMS, call log, contacts, messages, etc. are available
through this software. The other advantage of using this tool is that we can also restore the
information if the device is reset also.
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Figure 7. iExplorer (Macroplant, n.d.).
Elcomsoft phone breaker. This tool is developed by Elcomsoft proactive software. It is
also one of the methods of logical acquisition of data. It’s the main purpose is to decode or break
the passcode on iPhone and also break into encrypted backups. By breaking into encrypted
backups, we overcome the problem with iTunes backup. This is a major relief as we can obtain
and analyze all the information from the backup.
This software also gives a major advantage of breaking the keychain and also accessing
iCloud without login and password. We can also decrypt the keys from the users Apple account
and use it for access (Elcomsoft, n.d.).
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Figure 8. Elcomsoft tool (Elcomsoft, n.d.).
iFunbox. iFunbox is a file and management tool for all iOS devices. It provides a file
manager view so that we can easily see what files are present in which folder. It provides a root
file system for jailbreak iOS devices by which we can access the data faster and search it. It is a
free software and is widely used in the market as a file manager app for iOS devices as the
devices don’t have one (iFunbox, n.d.).
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Figure 9. iFunBox (iFunBox, n.d.).
Acquisition via physical methods. A forensic investigator usually likes to get a bit by
bit copy of the original data. To get this there are several tools available in the market to perform
forensic analysis on laptops, computers and other devices. But as the smartphone market rose
tremendously an investigator has the challenge regarding the removal of storage media on
iPhone as it is embedded.
One of the first original methods was developed by Zdziarski but as the tool was so
perfect and out of the box that Law Enforcement took over it. Apart from this, there are other
ways to get the image by using the tools which are discussed as follows:
1. Elcomsoft iOS forensic toolkit. This is a tool kit provided by Elcomsoft by which
we can perform the physical acquisition of an iPhone. It has various options that we can use to
perform operations based on our need. It is not an open-source tool and requires us to pay a
certain amount to use.
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Acquisition via jail breaking. Jail breaking can be defined as a technique in which we
remove the software restrictions imposed by Apple. It permits the root access by which we can
install third party applications. It is like the way in which we perform Android rooting in which
we can install several custom applications. The status of jail breaking is still in confusion in
several countries. Firstly, Apple was not clear and restricted the process but later on, as years
passed by it said that it is fine to jailbreak a device. The main problem with jailbreak now is that
as newer software versions are released the security is tightened by Apple. This major change
has made developers restrict towards not releasing newer patches for the Operating System
(Wikipedia, n.d.).
The most popular tools for jailbreak are redSn0w, envasion, and pwnage and Pangu. This
process usually involves putting the device in DFU mode (Device Firmware Update) and making
sure to install the custom firmware file on the iOS device. By this there were several advantages
to the users such as their phones would get unlocked and can be used by any carrier and also,
they could install custom apps and many more.
In this method, the workstation is placed in the same wireless network as the device.
Then we would pass an SSH command so that we get an image of the device. By this image, the
forensic analysts could carry out the investigation. For older devices such as iPhone 3GS it
would definitely work but move forward as hardware and software encryption came into place,
the image we get will be in an encrypted format and we need to perform the phone breaking
process. The SSH command what we give to the shell is: (Proffit, 2012)
ssh root@172.16.103.106 dd if=/dev/rdisk0 bs=1M | dd of=ios-root.img
There are at present four types of jailbreaks (Wikipedia, n.d.). They can be explained
briefly as follows:
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Untethered jailbreak. In this process, if the device is turned off and, on the kernel, will
be patched without the help of a computer. This is hard to do as it involves a lot of reverse
engineering process which requires many years of experience.
Tethered jailbreak. In this process whenever the device gets rebooted, we need to have a
computer because it does not have a patched kernel. By this, the phone goes into an unstable
state. The jailbreak process is again done so that the device functions properly.
Semi-tethered jailbreak. In this process when the device is rebooted the user needs to use
the tool to patch the kernel. If we do not do so the device still performs with the original state
and not with the patched kernel.
Semi-untethered jail break. This is a new term and this process was introduced
recently. In this when the device boots it does not have the patched kernel but can be patched
again if an application is installed on the phone.
Analysis tools. The analysis tools are popular forensic tools that can connect to a
mounded iOS image and provide the functionality of analysis. There are many analysis tools out
in the market. Some of them are open source and popular and some of them are developed by
well-known industries. The analysis tool that we would be using for performing the forensic
analysis is a very well-known software called FTK imager. Apart from this, we can also use
Encase too (Proffit, 2012).
FTK imager. The forensic toolkit was developed by AccessData. FTK Imager is a
simple and concise tool which is a standalone part of the Forensic toolkit. As the name suggests
FTK imager is used to create an image of the storage device that can be later reconstructed for
analysis (Wikipedia, n.d.).

38
Files of interest. As the name suggests the files of interest are the main things what we
need to look for after we have acquired the device physically or have a backup or image of the
storage. Any forensic analyst would generally analyze these files as these provide the evidence
what they require.
The files of interest are something as follows:
Applications. The files from the applications installed on the device play an important
role. As the crime or illegal activity can be done using certain applications. So, the evidence may
be found in these applications files.
Photos. Photos also play a key role and act as an evidence because there might be
chances that the person who did a crime may take some photos regarding the crime and delete it.
While the forensic analysts perform analysis, they can recover these files.
Keystrokes. All the keystrokes will be stored by the device. By this, we can search for
evidence from the user’s keystrokes and analyze what they have typed for evidence.
Passwords. Passwords can be helpful to forensic analysts in a lot of ways. First of all they
can gain access to the accounts associated with the password and then gain access to all other
accounts so that they can search for evidences regarding the crime.
Notes. Notes can be also a key evidence as people generally use it to take notes and add
some information which they want to view later. For example in my case I write down tasks
what I need to do in a project so that I can view them later and I don’t forget it. So, there may be
chances that the criminals may use it to take notes such as where they are going to keep the files
or evidences associated with the crime.
Text messages. Text messages are the main form of communication used by people. It
should not be missed during forensic analysis as it might contain several keen information
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regarding the crime. There may be chances that a criminal after committing a crime will
communicate with other people to tell them that the job is done, or something related in similar.
By performing forensic analysis this key information can be used as an evidence in court.
Call history. Call history usually stores all the calls received, calls made, and calls
missed by a person. In a forensic perspective there may be chances that a criminal might contact
someone after the crime is committed and delete the log. But by performing forensic analysis we
can retrieve the data along with the timestamp and use it as an evidence in the court.
Geographic location. Geographic location mainly gives us the information about the
locations recently gone or passed through. For example if a person commits a crime in
Minneapolis and if the police suspect him and take him into custody and question him about
where he was on a date and he says a place consider Chicago. But after forensic analysis it was
clear that the person was present at the place of crime that is Minneapolis then he is acquitted
with charges. In this way geographic location plays a key role in forensic analysis.
Browser searches. Last but not the least browser searches also play a key role in
forensics. Consider a person committing a crime. Let’s suppose he has looked up on the Internet
about how to commit a crime then based on his browser searches we can clearly convict him
with the crime using the browser searches.
Summary
In this chapter, we discussed about literature related to a problem such as how security
constraint prevents forensic analysis on iPhone. We also learnt the file storage system of iPhone
along with its architecture. Later on we learnt about literature related to methodology in which
we discussed about types of acquisitions on iPhone.
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We also discussed various methods in which we can perform the forensic analysis and
tools that can be used for this process. All the legal issues associated with the forensic analysis
has also been discussed.
The main key terms that we need to focus on called the data of interest has also been
discussed. Based on this any forensic analyst would look for these terms so that they can collect
the evidence and submit it in the court.
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Chapter III: Methodology
Introduction
In this chapter, we will be discussing the methodology about how we are performing the
forensic analysis on iPhone. Along with this we also discuss the tools and techniques that we are
going to use to perform forensics. We also consider the hardware and software requirements of
the device that we are going to use to perform forensics and also the machine that we are going
to use.
Design of the Study
The approach that we are going to use is a quantitative study. To begin with, we use an
iPhone with the iOS operating system. The main aspect of this research is to retrieve lost data
from an acquired iPhone using various approaches. To do this step we need to perform forensic
analysis and use several tools so that we can retrieve the deleted data. Several tools what we are
going to use have been discussed earlier. Once we acquire the phone using various approaches,
we then use this tool and do the operations required. Then we format the report as per the need
with all the files that we have restored.
Data Collection
This process involves acquiring an iPhone which has all the media such as photos,
videos, and all other sorts of files such as messages, call history, browser cookies, etc.
Then we are going to use the forensic tools and acquisitions discussed in the above
chapters so that even if these files get deleted, we can retrieve them. The main approach that we
will be looking for is comparing the different types of acquisitions with various tools and see if
they are able to retrieve the same data or not.
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Hardware and Software requirements. To perform forensics there are many tools that
we are going to use which have been discussed earlier. Some of the other requirements are as
follows:
1. iPhone
2. iOS operating system
3. Tools and FTK imager
4. Laptop to perform forensics
(a) RAM- 8GB
(b) Windows 10 Operating system
(c) HDD- 1TB
(d) Processor- i5 5200U @ 3.0 GHz
Budget
For performing forensics, we require an iPhone and various tools. We require them to
purchase so that we can effectively perform forensics. The approximate cost that we would be
spending is as follows:
1. iPhone: 300$-400$ (may use two models)
2. Tools- 100$-200$ (All the tools that I am using are free or mostly open-source)
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Chapter IV: Data Presentation and Analysis
Introduction
In this chapter, we will discuss how data is collected using various types of acquisitions
mentioned in the previous chapter. We would be analyzing all the data obtained using various
tools and provide evidence and findings. We would also discuss how we setup the environment
for performing this experiment.
Data Presentation
The data collected is all the information we get from various types of acquisitions we
perform. It is in various formats such as images, word documents, pdf files etc. Each of these
files have a key information regarding the data that is a valuable evidence for performing
forensics.
Installation of software’s
Installation of iTunes.
1. First, we go to the website https://www.apple.com/itunes/download/ to download
iTunes.
2. Then we choose the type of operating system we wish to download the version for. As
I am using Windows 10, I have downloaded the iTunes for Windows.

Figure 10. iTunes Microsoft store (iTunes, n.d.).
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3. Then after the installation setup, iTunes looks like this,

Figure 11. iTunes homepage.
Installation of iPhone Explorer.
1. First we go to https://macroplant.com/iexplorer and hit the download button to install
the version for Windows.

Figure 12. iExplorer (Macroplant website, n.d.).

45
2. Then save the executable file which can be seen in the picture below:

Figure 13. iExplorer setup.
3. Then run the application as Windows always prevents files downloaded from the
Internet to run.

Figure 14. Macroplant security warning.
4. Then after we install the application, we can see the preview as follows:
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Figure 15. iExplorer preview.
Installation of Elcomsoft phone breaker.
1. First, we go to https://www.elcomsoft.com/products.html webpage and click
download the version of Elcomsoft phone breaker.

Figure 16. Elcomsoft phone breaker (Elcomsoft Inc, n.d.).
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Figure 17. Elcomsoft phone breaker setup.
2. Then we click on the path to specify and enter the trial key provided.

Figure 18. EPB setup.
3. Then after that we can see the preview of the software as follows:
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Figure 19. EPB preview.
Installation of iFunbox.
1. First, we go to the http://www.i-funbox.com/en_download.html webpage and click on
download.

Figure 20. iFunBox (iFunbox, n.d.).
2.

Then click on save file.
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Figure 21. iFunBox setup.
3. Then run the setup file as follows:

Figure 22. iFunBox setup.
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Figure 23. iFunBox agreement.

Figure 24. iFunBox setup progress.
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4. We can see the preview as follows:

Figure 25. iFunBox preview.
Installation of FTK imager.
1. Go to https://accessdata.com/product-download and download FTK imager.

Figure 26. FTK imager download page (FTK imager, n.d.).
2. Then we need to fill in the following form to receive the download link:
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Figure 27. FTK form.
3. Then we get a confirmation email for download as follows:

Figure 28. FTK download link.
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4. Then we open the installed .exe file after we download and go through the installation
process as follows:

Figure 29. FTK exe file.

Figure 30. FTK installation wizard.
5. After the installation this is the preview of FTK imager:
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Figure 31. FTK imager preview.
Sources of interest. We have files and folders which are of main interest. For our case
we need to take a close look into the folder which contains the iTunes backup. If we take a close
look into the folder and perform forensics, we find various evidence files and we can see the
screenshots of the folder as follows:

Figure 32. Backup folder preview.
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Figure 33. In depth backup folder preview.

Figure 34. Backup folder file interests
Data Analysis
In this section we analyze all the evidence data which we have collected using various
types of acquisitions using all the tools shown in the above section.
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Acquisition via iTunes backup. In this procedure we acquire all the evidence
information from iTunes backup. The main path where we find the iTunes backup is at the
location C:\Users\User\AppData\Roaming\Apple Computer\MobileSync

Figure 35. Backup folder.
After we open this folder, we find various files and folders which have all the backup
information stored based on the time stamps. The main files of interest are the manifest.plist file
which has all the primary information regarding the make and model of the iPhone. We can see
the file as follows:

Figure 36. Backup folder files of interest.
Our next step is to analyze the Manifest.plist file. We do it by using a text editor called
plist editor pro. When we open the file, we see its content as follows:
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Figure 37. XML view of Manifest.plist file.
If we look closely, we find various directories where all the key information is being
stored. We can look at it as follows:

Figure 38. XML view key info.
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Now in the plist editor program lets change the mode to list view to get a detailed view of
the software version we are using. This step lets the forensic investigator to make things easy as
they get to know the iOS version at their first instinct and later can understand various key
information whether the backup is encrypted or not and also regarding the date when the device
was last backed up. We can see the screenshot of the list view as follows:

Figure 39. Manifest.plist file list view.
We can see from the above screenshot that the passcode was set to true meaning that the
device has a passcode. We can also see that isEncrypted is also true stating that the backup is
encrypted.
If we expand the Lockdown section, we get to find more evidence regarding the device as
where the contacts are stored, the build version of the iPhone, the product version and also the
Unique device Id and the serial number. We can see all those details in the screenshot below:
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Figure 40. Manifest.plist file list view key info.
If we take a look at the info.plist file we get to find a whole lot of evidence to perform
forensics. We get to know the applications installed and deleted on the phone, the GUID, ICCID,
MEID, IMEI and even the phone number that was used on the phone.

Figure 41. List view key info.
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If we dive deep into the installed applications, we can see all the applications that were
installed on the phone. Based on those we can try to pull out data. For example, if there is an
application such as Uber, we can get to know all the trips the person had with his account by
contacting Uber. We can see all the installed applications as follows:

Figure 42. Application list.
Now we explore furthermore we can find all the deleted applications too. This could also
help us in playing a key evidence item because we can further investigate if the person has
committed crime using any of those applications and deleted it later. In our case we can see the
screenshot of the deleted applications as follows:
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Figure 43. Deleted application list.
Now let’s take a look at status.plist file. As the name suggests it has all the status of the
backup state and also whether the backup is done completely or not. We can see the preview of it
as follows:

Figure 44. Status.plist view.
Apart from all these files there is a folder called Snapshot which contains sub folders and
files. The snapshot folder stores all the information for each point of time such as when the Wi-
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Fi is turned off on the device it saves a snap and when it is turned on again it saves another snap.
By this we have all the snaps what the user has done at each instinct of time. We can see the
preview as follows:

Figure 45. Snapshot folder.
After we open the folder, we can see the sub-folder as follows:

Figure 46. Insight of snapshot folder.
For example, if we open a sub-folder, we can see the snaps as follows which contains all
the information of snaps:
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Figure 47. Snaps view.
By this type of acquisition, we get to know a basic info of what model of the phone the
person was using and what iOS version was on it. We also get to know about the detailed view of
whether the backup was encrypted or not and also about the last data when the phone was backed
up to the system. This step of acquisition can be considered as the first step towards performing
iPhone forensics.
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Acquisition via logical methods. For acquisition via logical methods the tools we are
going to use are iPhone Explorer, Elcomsoft phone breaker and iFunBox. These tools have their
own set of features and interfaces which make them to stand out from rest of the tools. Now let’s
see the various tools that we use for Logical acquisition:
1. iPhone Explorer.
2. First, we open iPhone Explorer and see for interesting views on the left-side panel.

Figure 48. iPhone explorer view.
Then we see a whole list of actions available such as view messages, contacts, call
history,photos and much more.
3. Now we need to explore all of them as all these are potential folders for finding and
performing forensics.
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1. Checking for messages: Now we click on Messages and get a window which
lists all the messages. We can see the preview as follows:

Figure 49. iPhone explorer messages view.
2. Checking Call history: Now we click on call history and we get to see all the
recent calls that the person made, received and missed. We can see the preview as
follows:

Figure 50. iPhone explorer call history view.
3. Checking for photos: Now we check for photos as this folder also plays a key
evidence in forensics. We see the time stamps and the location where the photo
was taken. This is a crucial information. We see the preview as follows:
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Figure 51. iPhone explorer photos view.
4. Checking for contacts: Now we look for contacts as this is also the main file of
interest for performing forensics. We see that we find all the contacts that are
saved on the phone. We can see preview of the contacts as follows:

Figure 52. iPhone explorer contacts view.
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5. Checking for Safari history: Checking for search history also plays a key role in
forensic activity. We can see what webpages the user bookmarked and also the
history of websites what the user has visited. We can see the preview as follows:

Figure 53. iPhone explorer history view.
6. Checking for Notes: Notes also plays a vital role in forensics. It might contain
vital information about the user’s data as they might save certain information in
them. We can see the preview of notes as follows:

Figure 54. iPhone explorer notes view.

68
7. Checking for applications: Now we can see what all applications are installed on the
phone if we go to the Apps folder. We can see the preview as follows:

Figure 55. iPhone explorer applications view.
2. Elcomsoft Phone breaker. First, we open Elcomsoft phone breaker and we see the
preview as follows:

Figure 56. Elcomsoft phone breaker preview
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1. Exploring tools: In this we can find a way to get all the keychain passwords stored on
the iPhone. The only necessity is that we need to specify a path for the backup. After we
go to tools we then
go to explore keychain so that we get to know the various saved passwords on the
iPhone. Once we click on open keychain, we see the preview as follows:

Figure 57. Elcomsoft phone breaker tools.
We can clearly see that we need to specify the path for the backup. Once we have
specified it we can see the passwords for various kinds as follows:

Figure 58. Elcomsoft phone breaker passwords.
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From the above image we can clearly see that we have passwords saved for Apple
ID’s, Wi-Fi accounts, browser passwords and DSID’s and Tokens. We can clearly
investigate each of the accounts so that we can find some evidence in them.
2. Exploring Password recovery wizard: In this process we go through how we can
recover passwords using Elcomsoft password breaker. We can perform two types of
attacks mainly dictionary attack and brute force attack. Dictionary attack as the name
suggests attacks the system by passing words as passwords in the same way how the
words are in the dictionary.
Similarly, a brute-force attack is a trial and error method in which we pass in
various passphrases until we find a correct match to unlock.
In the below image you can see that I have started attacking the backup file by
first doing a Dictionary attack and then a Brute-force attack.

Figure 59. Elcomsoft phone breaker password recovery wizard.
After performing this process, we finally get the password for the iTunes backup. This
process takes a whole lot of time and processor utilization.
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3. iFunBox. First, we open iFunBox and we can see the preview below. We clearly see
that we can see the product model along with the serial number and phone number.

Figure 60. iFunbox preview.
1. Checking for photos: On the left panel we have an icon which contains a folder
named photos. When we click on it, we get all the photos in chronological order.
We can see it as follows:

Figure 61. iFunbox photos.
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2. Checking for applications: Now with the help of iFunBox we can also see what
all the applications the user has installed. As these might also play a key evidence
in performing forensics. Here is the image which shows all the applications that
the user has installed on the phone.

Figure 62. iFunbox applications view.
iFunBox also has a special feature called toolkit which consists of various options
such as we can use the phone as a general storage too. The main key thing we need to
identify is the “User file system”. It acts as a file explorer so that we can dive in deep
and look for all the files stored in the iPhone storage.
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Figure 63. iFunbox toolbox.
Now if we go inside the user file system, we can see the DCIM folder which
contains all the photos which are stored in folder based on the time when they were
clicked in the system. We can see the preview of it as follows:

Figure 64. iFunbox toolbox view.
If we open any of this folder, we can see the images lined as follows:
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Figure 65. iFunbox toolbox insight view.
Acquisition via physical methods. First, we open iOS forensic kit which is downloaded
from Elcomsoft website. We can see the preview of it as follows:

Figure 66. Elcomsoft iOS forensic toolkit preview.
This toolkit has various options that we can perform on a device. This tool helps a lot in
performing physical acquisition as this has all the key features that are required by a forensic
investigator.
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Now let’s begin the physical acquisition of iPhone. For this experiment I am going to use
an iPhone SE which runs on iOS 10.3.3

Figure 67. iOS version.
Now let’s connect the phone to the laptop using a USB cable as follows:

Figure 68. iPhone connected to laptop.

76
Now from the Elcomsoft iOS forensic toolkit command line lets perform the physical
acquisition. But for acquiring the image we need to first turn the phone off and put the phone in
DFU mode. For entering the DFU mode we first hold down both the home button and lock
button and then after 8 seconds we release the lock button while continuing to hold the home
button. We can see the preview as follows:

Figure 69. iPhone DFU mode
Then we open the Elcomsoft command line and from the set of commands we need to
give number 6 as input and press enter to extract the image from the iPhone. We can see it as
follows:
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Figure 70. Kit preview.
Then it asks for the partition for creating image and we select the appropriate partition
that is User. We see the screenshot as follows:

Figure 71. Partition selection.
This process usually takes a lot of time and we can see that the imaging has been done.

Figure 72. Image completion.
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Analysis on Physical image acquired: Now we go into the folder where the physical
image is stored. We need to analyze it using FTK imager.

Figure 73. FTK imager preview.
Then we go to file and click on add evidence and we select the image file as follows:

Figure 74. Evidence type selection.
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Then we open the image file from the folder as follows:

[INFO] Detected iOS versi0.3.3 Figure 75. Image files.
Now we go to the left-side panel and try to analyze it using hex editor as follows:

3Figure 76. Hex viewer.

80
Now we see some of the hex format as follows:

3 Figure 77. Hex code inspection.
We clearly see the highlighted text as the Passcode set lockdown and application is
encrypted. In this way we can analyze a whole lot of hex codes and try to get much information
as possible which helps in gathering a lot of key information.
Acquisition via jail breaking. As Apple made security tightened over the years it has
become difficult to perform jailbreaking. I have tried a method to perform jailbreak and it was
partially successful. The way I performed is using Pangu and I did it virtually on an iPhone
running iOS 12 beta 4. We see the details as follows:
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Figure 78. iOS version inspection.
Steps for jailbreaking:
1. First, we visit pangu8.com in the Safari browser on the iPhone and click on iOS 12.1.

Figure 79. Pangu website.
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2. After that we click on Electralyzed jailbreak wizard

Figure 80. Electralyzed jailbreak wizard.
3. Then we choose the model and the iOS version the iPhone is running on.

Figure 81. Jailbreak wizard.
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4. Then we click on Anzhuang for further process as:

Figure 82. Jailbreak options.
5. We can see the brief description about Anzhuang as follows:

Figure 83. Jailbreak description.
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6. Then we click on Install now and we see the screens as follows:

Figure 84. Installation compatibility.

Figure 85. Installation step for pangu
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7. Then we get a popup which asks for permission to install profile and we need to click on
allow so that the profile gets installed. We can see the screenshot as follows:

Figure 86. Installation popup.
8. After that we are taken to the settings folder where we need to install the profile and
we can see the preview of it as follows:

Figure 87. Profile view.
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9. Once the profile is installed, we need to restart the phone and once we turn the phone
on the phone will be jailbroken.
10. We can see the preview of the app after the device is turned on as follows:

Figure 88. Launchpad view.
11. Once we open the app, we can see the preview as follows:

Figure 89. App view.
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The only disadvantage is that we can install third party apps and make some tweaks but
there is no way that we can retrieve data or fetch out data for performing forensics.
Summary
In this chapter we have discussed, how we can acquire data using various types of
acquisitions on an iPhone. There are both advantages and disadvantages for each method. Out of
all the methods logical acquisition is the one which is the best because we can explore all the
information that is contained on the device. The tools that are available in the market are also
brilliant for performing logical acquisition and are mostly open-source and free to use.
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Chapter V: Results, Conclusion, and Recommendations
Introduction
In this chapter we will discuss the results obtained by performing various types of
acquisitions. We also compare which method gives us accurate and clear information when used
and which is the best method to perform forensic analysis. There might be a variance in the data
retrieved by performing various types of analysis, but we need to check which one fetches out
data efficiently.
Results
For this project I have used two iPhones one running on iOS 12.1 and the other running
on iOS 10.3.3. I have first performed the analysis on iTunes backup and found several key
evidences which are crucial in determining key information.
In the later step we have seen how to perform logical acquisition and we have seen how
we used three various tools as iPhone Explorer, Elcomsoft Phone breaker and iFunBox. All these
tools were successful in fetching out useful data and each had its own advantages and user
interface.
Coming to the next step we have performed physical acquisition and for this we have
used Elcomsoft iOS forensic toolkit. We were successful in extracting the image of the iPhone
and exploring it using FTK imager to fetch out the data.
In the last step we have performed jailbreaking and we were partially successful in doing
it. Jailbreaking has its own limitations and because of frequent software updates and
enhancement of security from Apple it has become difficult to investigate the data.
Now let’s look whether we have accomplished in overcoming the problem statement. The
questions we had in the problem statement are as follows:

89
1. How do we perform a forensic analysis on an iPhone?
We have used mainly four methods to accomplish this process. They are acquisition
using iTunes backup, logical acquisition, physical acquisition and jailbreaking an iPhone.
2. Which tools to use to perform the forensic analysis?
For each and every process of acquisition I have used various tools such iPhone Explorer,
Elcomsoft Phone breaker, iFunBox, Elcomsoft iOS forensic toolkit.
3. What is the information that we need to examine?
The key sources of information that is valuable for forensic analysis are messages, safari
history, call history, photos and contacts. If there is application information and geo location
information, it would also play a vital role.
4. How many various methods can be applied to perform the analysis?
There are majorly four various methods to perform analysis.
5. How many types of approaches yield the same result?
Based on my research almost all approaches yield the same result. But logical acquisition
had much detailed information than all the other approaches.
6. How effective will the approaches be?
Every approach has its own uniqueness and interface. We cannot say which one is more
effective because it depends on the data and the situation where we perform the analysis.
Conclusion
All the approaches yield almost the same result. We have performed the research in four
ways namely acquisition via iTunes backup, logical acquisition, physical acquisition and
jailbreaking. Every approach had its own difficulties and the results yielded were different
slightly. But some approaches were somewhat more efficient than the other approaches.
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We got to know some of the issues faced during the jailbreaking process and how some
new versions of iOS do not support jailbreaking. Out of all the approaches that we have done in
performing forensic analysis logical acquisition gave us a whole lot of information more than
other types of acquisition.
Mainly iPhone Explorer stood among all the tools in fetching out the data. It gave us deep
and clear insights of the user data and had an easy user interface in doing so.
Based on all the results yielded it depends on situation in which we are performing
forensics. If we have a passcode with us, then logical acquisition is the best way to go because
we will have a whole lot of deep insight in the user information. On the other hand, if we do not
have a passcode then we need to break it, and this circumstances mostly physical acquisition
plays a major role.
Future Work
With this experiment we have understood how we can access and perform forensics on an
iPhone. We learnt about various tools that can be used to perform forensics too. As faceID is
now become a part of iPhones the next difficult task for forensic investigators is to unlock the
iPhones with faceID’s. Apart from this as new iOS versions release every year and new security
enhancements are made, I would love to extend my research on how to bypass faceID and
perform various types of acquisition.
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