Abstract-MANET or mobile adhoc network is that network which is infrastructure less and does not need any centralized support. In this network, mobile nodes are equipped with CSMA/CA (carrier sense multiple access with collision avoidance) transceivers and communicate with each other via radio. This network is a kind of temporary network and is best suited for emergency purposes. Since, nodes are always on the move in MANET, routing and protocol selection is considered as one of the most difficult task due to changing network topology. In this paper, performance analysis of two reactive protocols known as DYMO (dynamic Manet on demand) and DSR(dynamic source routing) based on the variation of CBR traffic and DSSS(direct spread spectrum ) rate is studied for key network performance metrics which are throughput, endto-end packet delay and jitter using QualNet 5.1 network simulator. DYMO is one of the most popular reactive routing protocol and has been standardized by IETF MANET WG .To the best of our knowledge, no one has studied the effect of DSSS rate for the mentioned protocols.
INTRODUCTION
MANET is a multi-hop adhoc network which consist of set of independent mobile nodes and do not require any type of infrastructure for communication purpose. Since, MANET does not require any infrastructure and do not require any extra costs ,this type of network is best suited for temporary purposes like in case of military emergency , rescue scenario, shopping mall scenario ,educational trip scenario and so on. It is type of multi hop network due to the reason that mobile modes have limited transmission range, thus has to relay on other intermediate nodes. Thus, in MANET each node acts as router too [1] .Routing is considered one of the most difficult task in MANET due to changing network topology and it is really difficult to select a particular protocol. Although, there are many approaches for routing but all approaches differ based on particular environment.
One of the key contributions in wireless LAN standard was the addition of 802.11b at the physical layer level which supported two new speeds of 5.5 Mbps and 11 Mbps in addition to 1 Mbps and 2 Mbps. Direct sequence spread spectrum (DSSS) which is also known as direct sequence division multiple access (DS-CDMA), is one of two approaches which is used to spread spectrum modulation for digital signal transmission over the airwaves. In other words, we can say DSSS is a transmission technology which combines user data signal with a bit sequence of higher data rate, also known as chipping code. And According to 802.11b standard, there are four kind of these data rates: 1 Mbps, 2 Mbps, 5. receiver. Thus, in this paper, performance analysis of DYMO and DSR routing protocol based on DSSS rate [5] is analyzed. This paper explores the impact of DSSS rate and CBR traffic on achievable data throughput, jitter and end-to-end delay with varying mobility using Qualnet simulator [6] .
II. DYNAMIC MANET ON DEMAND
Dymo or dynamic Manet on demand source routing protocol is one of the most popular reactive, on-demand routing protocol [7] .This protocol is basically modification of AODV protocol and was standardized by International Engineering task force in its sixth revision [7] .Although, this protocol is modification of AODV, that modification is not in terms of adding some new features or extension of AODV, rather the things were made simplified in this protocol with same mode of basic operation. This protocol like all other reactive protocols also have two modes of operation: route discovery and route maintenance. The procedure of working is same as that of other reactive protocols i.e. the node which wants to send packet discovers the route on demand and route request message (RREQ) is broadcasted throughout the network and once the route is selected and packet reaches its destination, the route reply is received back from the destination to source along with the path which packet traversed while reaching to the destination.
Route Discovery:
Route discovery process is explained as follows: Suppose a node A wants to send packet to node G, Route request Message (RREQ) will be broadcasted throughout the network and in RREQ message, the address of the source which is node A in this case and its sequence number is included and these two values are incremented before getting added to RREQ message. It must be noted that the following fields are there in routing table for each entry: Destination Address, Sequence Number, Hop Count, Next Hop Address, Next Hop Interface, Is Gateway, Prefix, Valid Timeout, and Delete Timeout. The hop count with the value of 1 is added to originator and address of target node is also added then to RREQ and finally this message is broadcasted throughout the network but in a controlled manner. Node forwards RREQ only if it is first time that node is forwarding that request and this is done with the help of sequence number which avoids node from processing same requests more than once. During the process, all nodes through which this request is passed may append their own address, gateway information and so on. Once the request will be broadcasted, then source will wait for the response for prescribed time which is defined in its header file and default value is 1000 milli-seconds (RREQ WAIT TIME).After the RREQ WAIT TIME is over and if no response is there, then again the RREQ message is broadcasted throughout the network. And once a target node receives the RREQ message, it processes the source address along with other relevant information and replies back in the form of RREP message (Route Response) to RREQ message. In RREP message , the destination nodes puts every important information which source node needs like destination address, sequence number, gateway information and prefix and finally all this information is put in RREP message and this message is unicast through the same path which RREQ message followed [10] .
Route Maintenance:
Route maintenance is one of the crucial and most important process in routing as it deals with how to maintain the routes if topology of nodes gets changed. In order to maintain the connectivity between the nodes ,nodes regularly check and monitor the links which are active and update their entries in the respective routing table by updating the valid Timeout field during the process of sending and receiving of packets .A node which receives data packet for some destination and that node doesn't have valid destination address for that packet , under that case ,the node must respond with RERR message(Route Error).And this message is created by a node by considering and making list of address and sequence number of all those nodes which are unreachable. Besides this, nodes also add the address and sequence number of those nodes whose next hop entry is dependent on unreachable node and by doing this, it lets nodes know that no additional paths will be available after a particular node. Finally all this information is put in RRER message and this message is broadcasted throughout the network in order to maintain the connectivity between the nodes. The purpose of distribution of RERR message is to inform all other nodes of a link which may fail [10] .
II. DYNAMIC SOURCE ROUTING PROTOCOL DSR or dynamic source routing protocol is one of the reactive, on-demand routing protocol [11, 12] . In this reactive protocol, the sender has full knowledge regarding the destination of packets and has full hop by hop information and has a special type of memory known as route cache where information regarding routes is stored. Source routes are carried by Data packets with the help of packet header, which is composed of: -Route discovery and Route maintenance.
Route Discovery:
In route discovery, the following process takes places: a node which does not know the destination route for the packet to be sent uses route discovery method in order to find the optimal route for that packet. And this method utilizes the technique of flooding in which request being is sent in the form RREQ format implying route request and each node after receiving this message rebroadcasts it further to other nodes till it reaches its destination. After getting the RREQ message, the desired node or destination node replies to RREQ message via RREP message (Route Reply), which is sent back to the sender to acknowledge that, it received the message. The path traversed by the RREP packet is stored in cache at source for use in future.
Route Maintenance:
After route discovery, the next phase is route maintenance. Routing updates are sent periodically to all nodes and in case of any broken link, RERR message (Route error) is distributed across the network to inform nodes regarding link failure .And the route followed by this broken link is removed from the cache. In case, if that route is again needed, then route discovery process has again to be initiated and started again. 
A. Performance Metric
Throughput: Throughput can be defined as that parameter which gives us the average of successful data packets received at the receiver end and is measured generally in bits per second (bit/s or bps) or/ data packets per second.
End-to-End Delay:
It is that parameter which gives us the overall delay in time the packets suffer while moving from source to destination across the network and is summation of all types of delays which includes processing delay, queuing delays, propagation delays, and end system processing delays. The packets which get delayed more than the required threshold value are effectively lost.
Average Jitter: Jitter is very important and crucial network performance indicator as it directly affects the buffering requirements for all video devices and downstream network. Higher value of jitter can lead to many problems ranging from lip-sync errors to the loss of packets because of buffer overflow or underflow .Jitter is the variation/fluctuation of end to end delay between the two packets .Packet arrival time is expected to be very low while calculation of jitter parameter. For better performance, the delay between packets must be low than the required threshold value.
IV. RESULTS AND DISCUSSION
The performance of DYMO and DSR is analyzed with varying mobility speed, traffic load and DSSS rate using Qualnet 5.0.2. The snapshot of broadcasting, nodes mobility and transmission of data is shown in figure 1 . The simulation results are shown in figures from 2 to 14. Under DSSS rate of 1 Mbps, the throughput of DSR is approximately half of as compared to DYMO and in case of DYMO, throughput also increased with the increase in traffic and remained almost constant when the packets/sec reached to 20 and 25 and throughput almost remained around 14000 bits/second while as in DSR the throughput which is already half of DYMO degraded further when the number of packets/sec increased further. Similarly, Under 2 Mbps, the performance of DYMO was again much far better than DSR as clearly visible in the graph. Again under 5.5 Mbps and 11 Mbps, DYMO performed much better as compared to DSR.
End-to-End Delay:
As the nodes are mobile and each node is traveling with a speed of 30m/s, this causes nodes reachability problem and thus aggravates propagation and processing delays. This is all shown in figures 6 to 9, where delay is getting varied under each DSSS rate. Under all Cases, DSR is having much higher values of End to End delay as compared to DYMO.
Jitter:
The simulation analysis shows that the delay in packet arrival is more in DSR as compared to DYMO under all available DSSS rates of 1, 2, 5.5 and 11Mbps as shown in figures 10 to 13. 
V. CONCLUSION AND FUTURE WORK
During the analysis from the graphs, it can be conferred that the DYMO performed much better for the scenario where traffic is increasing with nodes moving randomly for all the available DSSS rates which comes under IEEE 802.11b standard. DYMO showed excellent performance for each performance metric which included throughput, end to end delay and jitter as compared to DSR which showed very poor performance. The poor performance of DSR protocol can be attributed due to node mobility and overhead of maintaining routing table for a large number of nodes. It must be noted, since there are variations at some places like in throughput, jitter or delay, that is due to the fact that nodes are moving randomly, so in some cases, destination is near and delay is low where as in some cases destination is far and delay is more and routing overhead is more and obviously with more packets, there will be more variation in network performance indicators.
Future work can be attributed by evaluating the effect of DSSS rate on some other routing protocols like AODV and DYMO, and AODV and DSR and so on.
