ABSTRACT In this paper, fractional Zernike moments (FrZMs) for complex signals are generalized to fractional quaternion Zernike moments (FrQZMs) for quaternion signal processing in a holistic manner by the quaternion algebra. We first present the definition of FrQZMs and an efficient implementation algorithm for speeding up the computation of FrQZMs through FrZMs of each component of the quaternion signal. The performance of the proposed FrQZMs is evaluated by considering robust color image copy-move forgery detection. The proposed robust copy-move forgery-detection algorithm considers the FrQZMs as a feature and a modified PatchMatch algorithm as a feature matching algorithm. Experimental results on two publicly available data sets (FAU and GRIP data set) have demonstrated that the proposed FrQZM-based algorithm can achieve an overall better performance than the state-of-the-art algorithms, especially in some additional operation cases.
I. INTRODUCTION
With the rapid development of low cost and sophisticated image processing software tools, digital images can be tampered easily with no obvious visual traces. Copy-move forgery, one of the most common types of local image forgeries, cuts one or more regions of an image and pastes them elsewhere in the same image [1] . Thus, currently automatic detection of copy-move forged regions is becoming one of the most important and popular digital forensic techniques [2] , [3] . In this paper, we also focus on copy-move forgery and its automatic detection.
In recent years, various passive approaches have been proposed to detect the tampered regions under copy-move forgery. Most of these approaches follow a common process pipeline in [4] as shown in Fig. 1 . The pipeline includes four steps: 1) Pre-processing. Some pre-processing methods are used to process the input images to extract feature efficiently; 2) Feature extraction. This is a key step in which the suitable features are extracted from the neighborhoods of all image pixels or some keypoints; 3) Feature matching. This step searches for the matched pixel with similar features for each considered pixel; 4) Post-processing. Some spurious matched pixels are filtered in this step and the remaining pixels are merged with their adjacent pixels into larger areas.
For feature extraction step, according to the domain of feature, the feature can be categorized as spatial-based and transform-based features [5] . The spatial-based features include directional information [6] , entropy features [7] , average intensities of a block and its sub-blocks [8] , mean intensities of circles with different radii [9] , histogram of orientated gradients [10] , and multi-level dense descriptor [11] .
The transform-based features contain discrete cosine transform (DCT) [1] , discrete wavelet transform (DWT) [12] , kernel principal component analysis (KPCA) [12] , stationary DWT [13] , Fourier-Mellin transform (FMT) [14] , quaternion exponent moments [15] , quaternion discrete cosine transform (QDCT) [16] , Zernike moments [17] - [19] , Tchebichef moments [20] , and polar cosine transform [21] . The experimental results in [4] show that the transform-based features are usually more robust to some additional operations than the spatial-based ones but perform worse in the plain case without additional operations. So, in order to consider the advantages of both spatial-based and transform-based features, we use the fractional transform to construct features in this paper. Mathematically, fractional transforms are the generalization of the conventional transforms, and can be regarded as a rotation of signals on a time-frequency (or spacefrequency) plane, and hence they have attracted much attention [22] . The fractional transforms have been extensively applied in signal processing during the past decades. They include fractional Fourier transform (FrFT) [23] , fractional cosine transform (FrCT) [22] , [24] , fractional sine transform (FrST) [22] , [24] , fractional Hartley transform [22] , [24] , fractional wavelet transform [25] , discrete fractional random transform (DFRNT) [26] , fractional S transform [27] , and fractional Zernike moments (FrZMs) [28] , etc.
With the development of inexpensive digital cameras, now most of the acquired images are chromatic. So, the copy-move forgery needs to be explored for color images. In the past two decades, quaternion has been extensively applied to deal with color images by encoding their three channels into the imaginary parts of the quaternion representation (QR) [29] - [43] . So does color image forgery detection. The quaternion-based methods have been proposed to distinguish photographic images and computer graphics [32] , and to detect image splicing [43] . The main advantage of the QR lies in that a color image can be treated holistically as a vector field [29] - [43] . Using the QR, many classical tools developed for gray-scale images have been successfully generalized to color image processing, such as Fourier transform [30] , [31] , wavelet transform [32] , [33] , discrete cosine transform [34] , neural networks [35] , principal component analysis [36] , kernel principal component analysis [37] , FrFT [38] , [39] , DFRNT [40] , Hadamard transform [41] , and moments [42] , [43] . As for fractional transforms, to date, only FrFT and DFRNT have been used for quaternion signal processing by introducing fractional quaternion Fourier transform (FrQFT) [38] , [39] and quaternion discrete fractional random transform [40] , respectively. The quaternion version of FrZMs is still absent.
FrZMs can utilize the advantages of both the spatial feature and the Zernike moments feature. In addition, Zernike moments have been adopted as region-based shape descriptor in MPEG-7 and have also been shown to be very effective in the image copy-move forgery detection field in [4] and [19] . In [4] , the feature of Zernike moments have been shown to outperform some other features, such as DCT [1] , directional information [6] , entropy [7] , average intensities of a block [8] , mean intensities of circles with different radii [9] , DWT [12] , KPCA [12] , and FMT [14] . Therefore, in this paper, we have defined fractional quaternion Zernike moments (FrQZMs) to generalize FrZMs to process quaternion signals effectively and then applied them into color image copy-move forgery detection.
This paper is organized as follows. In Section II, we recall some basic features of FrZMs and quaternion color representation. Section III, which is the theoretical part of this paper, provides the definition and an efficient implementation of FrQZMs. An application in robust color image copy-move forgery detection to evaluate the performance of FrQZMs is given in Section IV. Section V concludes the paper.
II. SOME PRELIMINARIES
In this section, we recall some FrZMs and quaternion color representation.
A. FRACTIONAL ZERNIKE MOMENTS
The FrZMs for a gray image g(r, θ) is introduced as [28] 
where α is the fractional parameter, α ∈ R + , n and m are the order and the repetition respectively satisfied that |m| ≤ n and n − |m| be even, j 2 = −1, FrR αn,m (r) is the real-valued radial polynomial given in (2) , as shown at the bottom of this page.
Since the FrZMs are defined in polar coordinates (r,θ ) with |r| ≤ 1, the computation of FrZMs requires a linear transformation of image coordinates to a suitable domain inside a unit circle. The mapping transformation to the interior of a unit circle is given by [43] 
with
where N is the number of pixels along each axis of the image.
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B. QUATERNION NUMBER AND QUATERNION COLOR REPRESENTATION
Quaternions are the generalizations of complex numbers. A quaternion has one real part and three imaginary parts given by
where a, b, c, d∈ R, and i, j, k are three imaginary units obeying the following rules:
If the real part a = 0, q is called a pure quaternion. The conjugate and modulus of a quaternion are respectively defined by
Let f (r, θ) be an RGB image defined in polar coordinates, each pixel can be represented as a pure quaternion by the quaternion representation
where f R (r, θ ), f G (r, θ ) and f B (r, θ ) are the red, green and blue components of a pixel (r, θ) respectively.
III. FRACTIONAL QUATERNION ZERNIKE MOMENTS A. DEFINITION
Let f (r, θ) be an RGB image defined in polar coordinates, we define the right-side FrQZMs as
The parameters α, n, m, and the real-valued radial polynomial FrR αn,m (r) are the same as FrZMs given in (1) and (2), µ is a unit pure quaternion such as:
Similarly, it can be seen from (5) that the multiplication of quaternions is not commutative. By shifting the exponential part e −µmθ in (9) to the left-size of f (r, θ ), the left-side FrQZMs are defined by Since the fractional radial polynomials given in (2) are orthogonal, a color image f (r, θ) can be approximatively reconstructed from a finite number M of FrQZMs as follows
For a digital RGB image f (x, y) of size N × N , the rightside discrete FrQZMs (DFrQZMs) can be written as
where r x,y and θ x,y are given in (3).
B. EFFICIENT IMPLEMENTATION OF FRQZMS
It is well known that the computational load of fractional quaternion transforms is high and that the discrete implementation is one of the major concerns. To this end, our former approaches for quaternion Fourier transform [31] and quaternion moments [43] are considered and those are summarized here. The proposed method makes use of the relationship between FrQZMs and FrZMs. To derive the relationship between FrQZMs and FrZMs, let µ = ai + bj + ck, and substituting (8) into (9), then we have
where
In (14), FrZM αn,m (f ξ ), ξ ∈ {R, G, B} are the conventional FrZMs of red, green, and blue components, respectively, Re(z) represents the real part of a conventional complex number z, and Im(z) its imaginary part. The relationship given in (13) allows us to exploit a discrete implementation of FrZMs. For the FrZMs, the recursive algorithm used for Zernike moments in [44] is also suitable. The key idea of this recursive algorithm is that the VOLUME 6, 2018 real-valued radial polynomial given in (2) can be computed recursively. The recursive formula of FrZMs is similar as Zernike moments by
where the coefficients K 1 , K 2 , K 3 and K 4 are given by
IV. ROBUST COLOR IMAGE COPY-MOVE FORGERY DETECTION ALGORITHM BASED ON THE PROPOSED FRQZMS AND THE MODIFIED PATCHMATCH MATCHING ALGORITHM
Since FrQZMs is also one kind of fractional orthogonal transforms, FrQZMs can be utilized for many applications in signal processing, such as pattern recognition, image watermarking, and image forensics, etc. In the paper, FrQZMs is applied to image forensics, more specifically robust copymove forgery detection, to evaluate its performance. The significance of image forensics has already been mentioned in our introduction section. In order to detect tampered regions efficiently, the common process pipeline [4] shown in Fig. 1 is also considered in this paper. As for the detail of our algorithm, the feature extraction and the feature matching processes are described in the following.
In case of the feature extraction process, Zernike moments feature has been shown to localize tampered regions efficiently in [4] and [17] - [19] . However, all these works [4] , [17] - [19] using Zernike moments feature have the following drawbacks: (a) they do not consider color information, which has been demonstrated to play an important role in pattern recognition [45] ; (b) they use only transformbased features; (c) they make use of only magnitude information without considering the important phase information. So, in this paper, the FrQZMs is considered as a feature to resolve the aforementioned drawbacks: (a) the FrQZMs feature not only uses the color information but also adopts the QR to process the color images more sufficiently; (b) as one of the fractional transforms, FrQZMs can also be regarded as a rotation of signals on space-frequency plane, and thus we can make use of advantages of both spatial-based and transform-based features; (c) the FrQZMs feature uses all the four components of each FrQZMs coefficient, and thus both magnitude information and phase information are considered in this feature.
In case of the feature matching process, the modified PatchMatch algorithm proposed by Bi and Pun [46] is considered for matching the extracted FrQZMs features. The reason is that, among the previous works using the Zernike moment features [4] , [17] , [19] , the PatchMatch adopted in [19] shows better performance than kd-tree algorithm used in [4] or locality sensitive hashing algorithm utilized in [17] . The PatchMatch algorithm first proposed by Barnes et al. [47] is a fast randomized algorithm that finds dense approximate nearest neighbor matches between image patches. In order to resolve the mismatching problem when using the PatchMatch algorithm in copy-move forgery, Bi and Pun [46] improved the PatchMatch algorithm in two aspects: (a) they introduced a reflective offset to evaluate whether a mapping offset represents a copy-move forgery region well or not since the matched patches need to match each other; (b) they proposed the priority-based feature matching process based on the reflective offset priority and the position priority. For further details of the modified PatchMatch algorithm, refer to [46] . Therefore, as for the forgery detection, our algorithm is similar to [19] and [46] . The main differences are in the pre-processing, feature extraction, and feature matching steps shown in the following:
(a) Pre-processing: An image is divided into overlapping circular blocks with a step of 1 pixel, and then each block is represented by a pure quaternion matrix using the QR shown in (7) . In this case, a traditional square block is replaced by the circular block since the circular block is more robust to rotation distortion [48] . (b) Feature extraction: Using the efficient computational method given in subsection III.B, FrQZMs is computed up to the 5th order for each block as its feature.
Note that a multi-scale strategy is considered here by computing the FrQZMs feature of two circular blocks (radius 4 and 8 pixels) around each pixel, in order to make the algorithm robust to scaling distortion. Here, more circular blocks also work. The choice of two circular blocks is based on experiments in the consideration of localization accuracy and time. (c) Feature matching: The matching algorithm is further improved by combining the modified PatchMatch algorithm [46] and random search. Fig. 2 depicts the flow chart of the propagation stage in the improved PatchMatch algorithm. The random search used in the traditional PatchMatch algorithm is utilized here to further minimize the risk of being trapped in local minima [19] . The steps of the propagation stage are as follows:
Step 1: Reflective offsets are computed using the random offsets produced by random initialization.
Step 2: Priority for each patch is computed based on the reflective offset and the position of each patch.
Step 3: Patches are matched in the order of priority by their corresponding features, and a mapping offset for each patch is obtained.
Step 4: Random search is used to update the mapping offset to minimize the risk of local minima.
Step 5: If the number of iterations from Step 1 to 4 is greater than the threshold N it , the updated offsets obtained in the previous step are selected as the final optimal offsets; otherwise, the updated offsets are set as the input of Step 1 and then Step 1 to Step 5 repeat again. It is noteworthy that although the FrQZMs up to only 5th order are selected as a feature of each block, each quaternionic FrQZM coefficient has four components, and thus, there are 48 dimensional real-valued features for each block.
V. EXPERIMENTAL RESULTS AND ANALYSIS
In this section, we first evaluate the computational time of the proposed efficient implementation method in subsection III.B. After that, we test the efficiency of the proposed forgery detection algorithm for color image in terms of the following pixel-level F-measure
where Recall represents the probability that a forgery is detected, while Precision means the probability that a detected forgery is truly forged. They are defined by
Recall = T P T P + F N
, and Precision = T P T P + F P (18) where T P is the number of correctly detected pixels, F N is missed forged pixels, and F P is the number of pixels erroneously detected as forged. These tests were implemented VOLUME 6, 2018 in Matlab2010 on a ThinkStation P500 with 2.40 GHz CPU and 16GB RAM.
A. EXPERIMENTAL DATASETS
Two publicly available datasets were considered for experiments. The first one is the FAU dataset [4] , which is available on the website www5.cs.fau.de. This dataset contains 48 high-resolution source images, and 43 of them are higher than 3000 × 2000 resolution (pixels). The other one is the GRIP dataset [19] , which is available on the website www.grip.unina.it. This dataset is composed of 80 original images with 768 × 1024 or 1024 × 768 resolution. In these two datasets, many snippets are manually extracted from the original images and then copied and pasted into their corresponding source images to produce the plain copymove forged images. In order to test the robustness, these snippets are also scaled, rotated, distorted with noise, or JPEG compressed before being copied and pasted. For the scaling operation, the scale factor varies from 91% to 109% with a step size of 2%; for the rotation operation, the rotation angle varies from 2 • to 10 • with a step size of 2 • ; for the noise addition, the standard deviation of white Gaussian noise varies from 0.02 to 0.10 with a step size of 0.02; for the JPEG compression operation, the quality factor varies from 20 to 100 with a step size of 10. Some representative tampered images and their corresponding ground truth images are shown in Fig. 3 .
B. TEST OF THE PROPOSED EFFICIENT IMPLEMENTATION METHOD
For the experiments presented in this subsection, 80 original images with 768 × 1024 resolution in the GRIP dataset were used for computing FrQZMs. The FrQZMs up to the 5th order were calculated ten times for each image using the direct method based on (13) and the proposed efficient method based on (14)- (15) . The average computational time for each image is shown in Fig. 4 . It can be observed that the computational time of the proposed method is less than a half of the direct method's time.
C. TEST OF THE PROPOSED COLOR IMAGE FORGERY DETECTION ALGORITHM
In 2012, Christlein et al. [4] demonstrated that their work based on Zernike moments and kd-tree algorithm outperforms some previous works [1] , [6] - [9] , [12] , [14] that utilize the feature of DCT [1] , directional information [6] , entropy [7] , average intensities of a block [8] , mean intensities of circles with different radii [9] , DWT [12] , KPCA [12] , and FMT [14] respectively. Furthermore, in 2015, Cozzolino et al. [19] pointed out that their work based on polar Zernike moments and PatchMatch algorithm is superior to the works by Christlein et al. [4] as well as Bravo-Solorio et al. [7] , SIFT-based Amerini et al. [49] and their previous similar work Cozzolino et al. [18] . So, these works that have been compared in the previous papers are not considered here. We compared our algorithm with Cozzolino et al. [19] as well as some other recent works: Bi et al. [11] , Li et al. [16] , Zandi et al. [21] , and Bi and Pun [50] . Bi et al. [11] considered an adaptive polar based filtering method in the last step of CMFD (copymove forgery detection) to improve the matching results. Li et al. [16] used QDCT coefficients as the feature of each block. Zandi et al. [21] proposed a new interest point detector by utilizing the advantages of both block-based and keypoint-based methods. Bi and Pun [50] utilized the enhanced coherency sensitive search to establish and refine the feature correspondences. There are some parameters in the proposed algorithm. Most of these parameter values are the same as in [46] for the feature matching step using the modified PatchMatch algorithm, and as in [19] for the post-processing step. The rest of parameters are set according to experiments: In case of the FrQZMs feature extraction, the unit pure quaternion µ is the commonly-used i + j + k/ √ 3, and the fractional parameter α will be discussed in the following test; In case of the feature matching by the improved PatchMatch algorithm, the threshold for the suitable initial offset is 16 for GRIP dataset and 32 for FAU dataset, the threshold for determining the reflective offset priority is 2, the number of PatchMatch iterations is 10.
Since different values of fractional parameter α make different FrQZMs features, the influence of the fractional parameter was first evaluated for the proposed algorithm. For the 80 plain copy-move forged images in the GRIP dataset, we considered the fractional parameter varying from 1 to 19 with a step size of 1. The F-measure values of different fractional parameters are given in Fig. 5 . It can be observed from this figure that the optimal fractional parameter is 2. Therefore, α = 2 was considered in the following experiments for the proposed algorithm.
After that, the proposed algorithm under the optimal fractional parameters is compared with the above mentioned five recent works. The comparison results (pixel-level F-measure) are shown in TABLE 1 for the plain copy-move forgery and in Fig. 6 and Fig. 7 for the additional operations (Gaussian noise, JPEG compression, rotation and scaling) with different levels. The results of the five compared recent works are taken from the corresponding literature. However, some of these references show their results with only one of two datasets. Therefore, in TABLE 1 we present the results of these works only for their corresponding datasets, and use the symbol ''-'' for the other dataset; in Fig. 6 we do not show the results of Zandi2016 and Bi2016 for GRIP dataset. Observations from TABLE 1, Fig. 6, Fig. 7 , and some reason analysis are summarized as follows:
(1) F-measure values usually decrease as operation levels increase because the increases of the operation levels means basically more modification for each snippet.
(2) The overall performance of the proposed algorithm is better than five recent algorithms in both plain and additional operation case, especially on the GRIP dataset. Main reasons for this are: (a) the features of four compared algorithms (Cozzolino2015, Bi2016, Zandi2016 and Bi2018) are extracted from gray image, whereas the feature of FrQZMs in the proposed algorithm considers color information as well as the quaternion-based method to utilize both magnitude and phase information; (b) compared with the quaternion-based algorithm Li2016 using QDCT feature and lexicographical matching, the proposed algorithm considers the fractional feature (FrQZMs), which utilizes the advantages of both spatial-based and transform-based feature, and uses the more effective matching algorithm, that is, PatchMatch algorithm.
(3) The proposed algorithm performs well in the scaling operation due to the use of multi-scale strategy which computes the FrQZMs feature of two circular blocks (radius 4 and 8 pixels) around each pixel. In order to apprehend the above results better, TABLE 2 provides visual results of the proposed algorithm for both plain and additional operation cases. These results correspond to the copy-moved forged images shown in Fig. 3 . It can be observed from TABLE 2 that the proposed algorithm can detect most of the forged pixels in all cases, including the scaling with a large factor 1.2. It means that the proposed algorithm performs well not only in F-measure value but also in visual.
Furthermore, in order to evaluate the robustness against the scaling additional operation with large factors such as 0.8 and 1.2, the results of the proposed algorithm and Cozzolino2015 on two datasets is given in TABLE 3: only Cozzolino2015 is compared with our proposed algorithm because only Cozzolino2015 shows the scaling operation results in [19] with large factors among five compared algorithms. The visual comparison results of the proposed algorithm for the scaling factor 1.2 can be found in the last row of TABLE 2. The results in TABLE 2 and TABLE 3 show that the proposed algorithm is obviously superior to Cozzolino2015. The main reason is that the proposed algorithm uses the multi-scale strategy in FrQZMs feature extraction and an improved PatchMatch algorithm.
VI. CONCLUSIONS
In this paper, FrQZMs have been introduced to generalize the FrZMs for complex signal processing to quaternion signal processing. Also, an efficient implementation algorithm of FrQZMs has been proposed. As for the application of FrQZMs in robust color image copy-move forgery detection, the proposed FrQZMs-based algorithm is superior to some existing algorithms. The main reasons are as follows: (a) the FrQZMs feature considers color information and is also based on quaternions; (b) the FrQZMs feature considers both magnitude and phase information; (c) the improved PatchMatch algorithm is used to match the extracted FrQZMs feature. For the future work, deep learning has been used in copymove forgery detection in [51] . So, we will try to construct more effective network which are robust to various kinds of additional operations. He has authored/co-authored over 300 papers, one book, and five book chapters. He has edited 10 books, three special issues, and 13 proceedings. He holds 30 U.S. patents. His research interests include data hiding, forensics and information assurance, visual signal processing, and communications. He is a member of a few IEEE technical committees. 
