I. INTRODUCTION
ODAY, biometric technologies are increasingly being used to ensure identity verification or the authorisation of access to sensitive data. Among all of the biometric authentication systems, handwritten signatures have been accepted as an official means to verify personal identity for legal purposes on such documents as cheques, credit cards and wills [1] .
The development of computer-aided handwritten signature verification systems has been ongoing for decades [1] . In [1, 13] , a thorough survey of automatic handwritten signature verification and writer identification techniques Srikanta Pal and Michael Blumenstein are with the Department of School of Information and Communication Technology, Griffith University, Australia (email: srikanta.pal@griffithuni.edu.au, m.blumenstein@griffith.edu.au).
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was provided. Justino et al. [2] proposed an off-line signature verification system based on Hidden Markov Models (HMMs) to detect random, casual, and skilled forgeries. Jing Wen et al. [14] presented a feature extraction method based on the intensity of the coefficients of the Gabor transform. The image is subjected to a multichannel Gabor Transform, then the transformed Gabor image is divided equally into N1 * N2 non-overlapping boxes. The angle features of the position of the maxima intensity of the Gabor Transform Coefficients are extracted. Ramachandra et al. [15] also proposed an offline signature authentication system using cross-validated graph matching. A bipartite graph is constructed from which a minimum cost-complete match is obtained. The Euclidean distance is calculated by the Hungarian method. A cross-validation principle is used to select reference signatures. Another signature verification method was presented by Mahar et al. [16] . Three kinds of features such as: Grid, Global, and Texture Feature Comparison are used for signature verification. When employing grid-based features, a signature image is divided into rectangular regions, and the ink distribution in each region is evaluated. In the global feature comparison, a number of features extracted globally from the whole signature are compared. The texture-based feature comparison is based on the co-occurrence matrices of the signature image. The Euclidian distance is used for offline signature verification.
In some recent work, Pal et al. [20] presented a signature verification system employing Hindi Signatures. The objective of this paper was to present an investigation of the performance of a signature verification system involving Hindi offline signatures. Hindi is a very popular language in India, written in Devnagari script. Encouraging results were obtained in this investigation. Recently, Pal et al. [8] presented a signature verification system based on a local language in India. In their paper, the performance of an offline signature verification system involving Bangla (Bengali) signatures, whose style is distinct from Western scripts, was investigated. The Gaussian Grid feature extraction technique was employed for feature extraction and Support Vector Machines (SVMs) were considered for classification. The Bangla signature database employed in those experiments consisted of 3000 forgeries and 2400 T genuine signatures.
However, the techniques presented in the literature for signature verification of other languages such as English, Japanese, Chinese and Persian may not be suitable for the numerous Indic scripts and languages, which are officially in use in India and Bangladesh. To deal with the problem of multi-script signature verification in such an environment, one possible solution may be the identification of signatures in the first stage and then signature verification in the next stage. A few methods are proposed for signature identification of Bangla, Hindi, Chinese and English signatures [17] and a piece of work is also presented on Bangla signature verification [18] . Since Bangla signatures are mainly composed of a text portion, in this paper, an empirical study is performed for Bangla signature verification using different features with a particular focus on a threshold-based technique. Some Bangla signature samples are shown in Table I .
The remainder of this paper is organized as follows. The signature verification concept is described in Section II. Section III describes the importance of Bangla signature verification. The Bangla signature database developed for the current research is described in Section IV. Section V briefly describes the feature extraction technique employed. Details of the classifiers used are presented in Section VI. The experimental settings are presented in Section VII. Results and discussion are given in Section VIII. Finally, conclusions and future work are discussed in Section IX. 
II. SIGNATURE VERIFICATION CONCEPT
In the area of personal authentication, signature verification is considered a very popular biometric method. Generally, off-line/on-line signature verification is formulated as a two-class classification problem where the classes are associated with a genuine signature set and a forged signature set. Usually two types of errors [21] are considered in a signature verification system: The False Rejection or Type-I error and the False Acceptance or Type-II error. These error types associate with two common types of error rates: False Rejection Rate (FRR), which is the percentage of genuine signatures misclassified as forgeries, and False Acceptance Rate (FAR) which is the percentage of forged signatures misclassified as genuine. A general signature verification approach is shown in Fig. 1 .
The forgeries involved in handwritten signatures have been categorized based on their characteristic features. Three different types of forgeries are taken into account in the field of signature verification. According to Coetzer et al. [9] , the three basic types of forged signatures are:
A.
Random forgery The signer uses the name of the author in his own style to create a forgery known as a simple or random forgery. It is done by a person who doesn't know the shape and structure of the original signature. This type of forgery is very easy to detect. In many cases, the forgeries are the forgers' own genuine signature.
B.
Simple forgery The forger knows the author's name and the script, but has no access to a sample of the signature.
C.
Skilled forgery The last type is the skilled forgery, performed by an expert person. The forger has a good knowledge about the original signature and signs with sufficient practice. Naturally it is more difficult to detect skilled forgeries than other forgeries. 
III. IMPORTANCE OF BANGLA SIGNATURE VERIFICATION
A country having two or more scripts and languages is known as a multi-script and multi-lingual country. Most countries have only a single language but very few countries have more than one script for reading and writing purposes. However in India, there are officially 23 (Indian constitution accepted) languages and 11 different scripts. Generally, scripts are employed for writing languages down in a readable form. In such a multi-script and multi-lingual country like India, Bangla script, as one of the official languages of India, is not only used for writing/reading Signature Model purposes but also for signing purposes. Bangla signature verification is quite different with respect to the shape and structure of Bangla signature images. Most of the characters of Bangla hand-written words are touching. A distinctive horizontal line running along the top of the letters that links them together is present. Bengali script is less blocky and presents a more sinuous shape. Bangla signatures always contain textual components. For Bangla signatures, there is no such concept of an "initial signature" (first letter of the first name followed by a family name) which is seen frequently in English signatures.
To get the desired accuracy when dealing with pattern recognition problems, feature set selection takes on a vital role. It is sometimes difficult to choose the appropriate features because of the different characteristics of various scripts. The features used here (under-sampled bitmap, intersection/endpoint and directional chain code) are suitable for Bangla script with the characteristics previously described.
IV. SIGNATURE DATABASE
Some notable properties of Bangla script and the Bangla signature dataset used for these experiments are described here.
A. Properties of Bangla Script
Bangla is the second most popular language in India. Bangla script is widely used for official reasons throughout West Bengal and Assam (two states of India). Other countries using Bangla include Bangladesh. It is estimated that there are about 300 million people using Bangla script. Bangla is an oriental script descended from Brahmi script [19] . In Bangla script, the writing direction is from left to right and does not have the concept of distinct letter cases. It is identifiable by a distinct horizontal line called the 'head line' that runs along the top of full letters and it connect all the letters together in a word. Bangla script has about fifty basic characters. These characters are presented in Fig. 2 . 
B. Data Collection and Preparation
Although automatic signature verification has been an active research area for several decades, and a few English language signature databases are available for research [11] , there has been no publicly available signature database for Bangla, the second most popular Indian script. Moreover, research on Indian-based script signatures has gradually increased in recent times. Therefore, a Bangla signature corpus was created for this work.
The signatures were collected from different parts of the West Bengal State of India. The majority of the signatures were contributed by students. The remaining signatures were collected from seniors of the locality. This Bangla signature database consists of 100 sets (classes). In order to collect the genuine signatures corresponding to each individual, a collection form was designed. The form contained 24 boxes where the signatures could be written. From each individual, 24 genuine signatures were collected. A total number of 2400 genuine signatures were collected from 100 individuals. For each contributor, all genuine specimens were collected in a single day's writing session. In addition, skilled forged signatures were collected for this work. In order to produce the forgeries, the imitators were allowed to practice their forgeries as long as they wished with static images of genuine specimens. A total number of 3000 (30 signatures×100 individuals) forged signatures were collected from the writers. In summary, the Bangla signature database consists of 5400 signatures of which 2400 (24 signatures ×100 individuals) signatures are genuine signatures and 3000 (30 signatures ×100 individuals) signatures are forged signatures. Some genuine signature samples with their corresponding forgeries are shown in Table II. From Table  II , it can be noted that in the Bangla signature database provided in this research work, the genuine and forged signatures are very similar. This property of the Bangla signature database makes the verification task very challenging. 
Genuine Signatures
Forged Signatures
V. FEATURE EXTRACTION
Feature extraction is a vital step in any pattern recognition system. Different methods have been proposed in the offline signature verification literature to perform the extraction of features from signature images [12] . In this research work, three different feature extraction methods, used in the literature for document recognition, are studied. These features are chosen, since, they have shown their strength on text patterns [3] [4] [5] [6] and Bangla signatures are mainly textual patterns. In the following, brief descriptions of three different feature sets used in this paper are discussed.
It is worth mentioning that very small components (mainly dots or noise) are eliminated from every signature image using a threshold based on the average size of connected components in the image to have a proper bounding box of the signature (Fig. 3(b) ).
A.
Undersampled Bitmap Features Feature extraction based on undersampled bitmaps is a simple technique used in the literature by many researchers [3, 4] for recognition purposes. The undersampled bitmaps are formed by dividing each input image into a number of non-overlapping blocks of similar size. Then, the number of black pixels is counted in each block. This generates an input matrix with each element being an integer in the range 0 to the size of the non-overlapping block. Dividing these values by the size of the block, the values are normalized between 0 and 1. The undersampling process reduces dimensionality of the features compared to the whole image size and provides invariance to small distortions and slant [4] .
In our study, after binarizing the input image, a minimumbounding box of the input image is obtained (Fig. 3(b) ). Then, for a better result and independence of features to size and position (invariant to scale and translation), the minimum-bounding box of the image is converted into a normal size of 200×800 pixels (Fig. 3(c) ). This value is determined experimentally. To compute the undersampled bitmap features, the normalized image (200×800) is divided into 80 non-overlapping blocks of size 25×80 pixels (Fig.  3(c) ). Then, the number of black pixels is counted in each block. This generates an input matrix of 8×10 with each element being an integer in the range 0 to 2000 (25×80). 
B.
Intersection/Junction/End Points Features An intersection point is defined as a pixel point which has more than two neighbouring pixels with 8-connectivity, while an endpoint has exactly one neighbouring pixel. Intersection features are extracted from the thinned signature image, which is first normalized into 200×800 pixels. For the thinning process, the algorithm presented in [5] 
C. Directional Chain Code Features
The chain code direction information of the contour points of an input image have been used as features for different purposes, including numeral and character recognition [6] . Contour information can provide a good representation of signature shape. To compute directional chain code features, similar to the undersampled and intersection/end point feature extraction techniques, at first, the minimum bounding box of the input image is obtained and the minimum bounding box is normalized into 200×800 pixels. Using the normalized binary image, the contour points of the signature image are found based on the 8-connectivity formula (Fig. 6) .
The image contour is scanned horizontally by keeping an overlapping window-map of size 27×82 (Fig. 6 ) on the image from the top-left most point to the down-right most point (80 overlapping blocks). For each overlapping block, the chain code frequencies for all 8 directions (Fig. 7) are computed. Instead of expressing the features in terms of 8 directions, we simplify the features into 4 directions (Fig. 8): (i) Horizontal direction code (directions 0 and 4), (ii) Vertical direction code (directions 2 and 6), (iii) Diagonal direction code (directions 1 and 5) and (iv) Off-diagonal direction code (directions 3 and 7). Thus, in each block, four features representing the frequencies of these four directions are obtained. As a result, for each image we obtain 320 (80×4) features from 80 blocks. The reason for choosing an overlapping window-map (one pixel from each side) instead of a non-overlapping window-map is to preserve the information between a window-map and its neighbouring blocks. Moreover, based on an experimental study we have extracted feature sets from non-overlapping as well as overlapping blocks, and overlapping blocks provided better performance. Fig. 3(c) . 
VI. CLASSIFIER DETAILS
Amongst the various methods of supervised statistical pattern recognition, the Nearest Neighbour (NN) rule achieves consistently high performance, without a priori assumptions about the distributions from which the training examples are drawn. A new sample is classified by calculating the distance to the nearest training case; the sign of that point then determines the classification of the sample. The distances can be calculated using one of the distance measures such as Euclidian, Mahalanobis and City-block. In this paper, the Euclidian distance measure is used for experimentation.
VII. EXPERIMENTAL SETTINGS
To evaluate the proposed systems, three well-known error measures, specifically AER (Average Error Rate), FAR (False Acceptance Rate) and FRR (False Rejection Rate) used in many papers in the literature [13] are utilized. AER is the average of FAR and FRR. The AER is generally adopted as a unique measure for characterizing the performance level of biometric systems, and it indicates the security level provided by the biometric system.
For the experiments, our own Bangla database described in Section IV was used. We trained the system with a set of 12 genuine signatures of each individual (class). Then a distance map using the Euclidian distances between all 12 genuine signatures of each class (121 distances) were calculated. The average distance of all 121 distances for each class was found. The average distance of each class was considered as the acceptance/rejection threshold of that class. To get the minimum AER, we empirically found that when FAR and FRR were equal, then the AER was at a minimum. So, we adjusted the acceptance/rejection threshold based on the average distance of each reference class. The minimum AER was desired in the experimental method and it is achieved at the level where the other two error rates (FAR and FRR) were the same. Therefore, the equal values of FAR and FRR shown in Table IV and Table  V are considered to find the least value of AER.
The variations of FAR and FRR using contour features for various thresholds on the Bangla database is shown in Table III . The test set consists of the remaining samples of genuine signatures and all the forged signatures. If the minimum distance between a test sample and the trained samples of a reference class is less than the predefined acceptance/rejection threshold of the reference class, then the test signature is considered as authentic, otherwise it is considered as a forgery.
VIII. RESULTS AND DISCUSSION
As mentioned earlier, the variations of FAR and FRR using contour features for various thresholds on the Bangla database are shown in Table III Table IV. The graphical representation of different values of AER obtained from different features on the Bangla database is also shown in Fig. 9 . We measured the verification performance in terms of the commonly used average error rate (AER). From the results shown in Table IV , it can be noted that the best results were obtained when employing the contour features of signature images. However, undersampled bitmap features also provided good results, with only a very small number of features as compared to contour features. For a comparative study about the performance of these three features, we also computed FAR, FRR and AER values of the proposed model using 100 sets of the GPDS [7] dataset, and the results are provided in Table V . From Table IV and Table V it can be seen that contourbased features outperform the other two features for both Bangla and the GPDS signature datasets. However, to get a comparative idea between Bangla and English signature databases, the AER values in the GPDS dataset (Table V) are higher than the AER values in the Bangla dataset. This is because, most of the signature samples in Bangla dataset are textual signatures whereas in the GPDS dataset, most of the samples are composed of lines and curved shape patterns, and the features studied in this research work are mainly dedicated to textual patterns. It may be noted that the FAR, FRR and AER are equal in our experimental results because of our threshold selection as discussed in Section IV. The graphical representation of different values of AER obtained from different features using the GPDS database is also shown in Fig. 10 . Fig. 9 . Representation of average error rate obtained using three different features on the Bangla dataset. 
IX. CONCLUSIONS AND FUTURE WORK
This paper demonstrates an investigation of the excellent performance of threshold-based signature verification technique involving Bangla off-line signatures. This novel approach for signature verification employed a large Bangla off-line signature dataset, providing a substantial contribution to the field of signature verification.
Three different feature sets (under-sampled bitmap feature, intersection/endpoint feature and directional chain code features) are used here to perform a comparative study on the Bangla signature dataset. To the best of our knowledge, the abovementioned methods have never been used for the task of Bangla signature verification. Moreover, this scheme of Bangla off-line signature verification is also a new contribution to the field of signature verification. In the near future, we plan to extend our work considering more samples of Bangla off-line signatures. We also plan to make this extended dataset available publicly to researchers. 
