At the heart of many of the legal problems raised by the Internet is the fundamental tension between law (and legal rights), which are for the most part local, and the Internet, which transgresses legal borders. In many respects, the Domain Name System (DNS), which uses words (in which there may be legal rights) as part of a global addressing system, has been a laboratory for working through conflicts between local laws and global technologies. The conflicts are nowhere more apparent than in issues relating to the protection of geographic names -which are quintessentially connected to locations in the physical world -in the DNS. The rights of public authorities, including governments, over geographical names, including country names, was an important issue in ICANN's fraught New gTLD Program, which has opened up the DNS to a massive number of gTLDs. This book, which is the first major academic study of the legal protection of geographic names in the DNS, admirably fills a glaring gap in the scholarly literature, and provides a significant legal and historical knowledge base for the development and application of policy in this area.
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ICANN's New gTLD Program, which may see the addition of over 1,400 TLDs (Top-Level Domains) to the DNS, provides the current focus for policy debates regarding geographical names, especially given that there were 66 applications for what are known as GeoTLDs as part of the program. These applications include applications for .tokyo and .berlin, which have already been delegated, as well as applications for .sydney, .melbourne and .nyc. As the author of the book, Heather Forrest, explains in the Introduction, the New gTLD Program was an opportunity for ICANN to clarify policy on a range of persistent issues, including the treatment of geographic names. After a comprehensive analysis of the relevant legal principles, however, by the end of the book the author concludes that ICANN's policy on the protection of geographic names has been based on inadequate assumptions about the law, and especially about the rights of States over geographic names under international law.
Sadly, a lack of precise and accurate analysis of legal issues, including issues relating to legal AUSTRALIAN JOURNAL OF TELECOMMUNICATIONS AND THE DIGITAL ECONOMY, VOLUME 2 NUMBER 1, MARCH 2014 ISSN 2203-1693. Copyright © 2014 The Author(s). http://doi.org/10.7790/ajtde.v2n1.29 2 process, sometimes seems to characterise developments led by technologists, including gTLD policy-making. The publication of this highly-accessible book, based on the author's Ph.D. thesis, means that ignorance of the law in this area should no longer be an excuse.
The book has three parts.
Part I, consisting of chapters 1 and 2, provides the building blocks for the subsequent parts by introducing the problems relating to rights in geographical names in the DNS, and explaining the DNS and its development. In chapter 1, Forrest sets out the context of the research problems addressed by the book by explaining why DNS disputes, to date, have The final substantive chapter, Chapter 9, examines international human rights law, including rights to national identity, freedom of expression or cultural rights, as a potential basis for rights in geographic names. Acknowledging that there are links between human rights and geographic self-identification, the chapter concludes that the human rights to freedom of expression and to culture require recognition of a person's right to use a geographic name.
This leads Forrest to the conclusion that the assertion by governments of exclusive rights over geographic names, including country names, in the DNS may be in breach of the fundamental human rights to freedom of expression and to culture.
As Forrest points out in her concluding chapter, which summarises the arguments set out in The lack of academic attention given to the complex legal issues relating to domain name law and policy is an ongoing source of surprise, especially given the potential for the DNS to raise novel and highly significant legal issues. One possible explanation for the relative scarcity of authoritative research in the area is the high barriers to entry, arising from the dense thickets of technical and bureaucratic jargon that characterises DNS policy-making. Despite the unavoidable use of acronyms, this book is very clearly written, providing accessible introductions to complex legal issues. The author, who is a lecturer at the Australian Catholic University, displays a rare combination of skill and rigour in collecting and synthesising a wealth of source material, both technical and legal.
The central arguments, some of which are substantially original, are clearly presented, with helpful summaries at the end of each substantive chapter. This is an admirable achievement in an area that is as replete with inconsistencies and ambiguities, and subject to such diverse legal regimes, as the protection of geographic names under international law. By clearly elucidating legal issues that have apparently been overlooked by ICANN in developing its New gTLD Program, including the suggestive analysis of the implications of international human rights law for rights in geographic names, the book performs an important public service. The book, moreover, advances legal understanding of both private and public legal rights in names by means of a detailed case study of the regimes that apply to the protection of geographic names in the DNS.
Finally, the book highlights the importance of independent scrutiny of claims that are made by governments -in this case, the claims to exclusivity over geographic names by ICANN's Governmental Advisory Committee (GAC) -which all too often fail to withstand sustained critical analysis. Although it is understandable that there will be some lapses in an endeavour as complex and demanding as ICANN's New gTLD Program, the fragility of the international 
