Cyber crime is growing fast day-by-day through the spreading of Internet around the world. Many under-developed countries are using dial-up-setup network where a call is connected only after a little extra effort. Some identified cyber crimes are writing abusive letters, giving threats to other, sending unwanted mails, hacking secret data, phishing attack on websites etc. The Internet traffic growth has some positive correlation with the cyber crime as justified by the Markov Chain Model based analysis of authors to examine the interrelationship between traffic sharing and blocking probability. This analysis has been extended for two-call basis also and model based relations are derived. These relations are complicated in terms of mathematical structure. This paper presents least square based curve analysis for Markov Chain model based relationship between traffic sharing and network blocking. The earlier suggested complicated relationship has been simplified in the form of straight line showing a good fitting. The Coefficient of determination has been computed showing the high value towards unity. It proves that simplified linear relationships perform well as a thumb rule for expressing the complex relationship between traffic sharing and network blocking probability. .
INTRODUCTION
has suggested Markov Chain model for the analysis of Internet traffic sharing with the blocking probability of computer network. This approach was under assumption that there is only single call attempt allowed. Shukla et al. [32] have extended the problem to the case of call basis. Shukla, Tiwari and Thakur [25] has extend the approach of Naldi [5] of to the case of cyber crime presence. Cyber criminals get opportunities to perform harmful activities through computer network. When the call is connected few popular cyber crimes are hacking, phishing attack, unwanted mails, threatening mails etc. after the call connection using dial-up-setup, there are two possibilities. (i) either the user performs cyber crime or does not. Shukla, Tiwari and Thakur [32] established a relationship between traffic sharing by cyber criminals and blocking probabilities of computer network. This relationship is non linear contains many model parameters as input sources. This paper presents an approach to simplify the complex relationship into a linear form under the setup of cyber crime and two call basis attempts. The Markov chain based approach suggested by Naldi [5] is the main focus which has been extended in the environment of curve fitting approach. Shukla and Thakur [12] have some useful contribution on cyber crime analysis using a Markov Chain Model.
A REVIEW
The network system as a random process has been assumed by many researchers for the purpose of statistical modelling whose detailed description is in Medhi [1] , [2] . Chen and Mark [3] discussed the fast packet switch shared concentration and output queueing for a busy channel. Hambali and Ramani [4] evaluated multicast switch with a variety of traffic patterns. Newby and Dagg [6] have a useful contribution on the optical inspection and maintenance for stochastically deteriorating system. Dorea et al. [8] used Markov chain for the modelling of a system and derived some useful approximations. Yeian and Lygeres [10] presented a work on stabilization of class of stochastic different equations with Markovian switching. Shukla et al. [11] advocated for model based study for space division switches in computer network. Francini and Chiussi [7] discussed some interesting features for QoS guarantees to the unicast and multicast flow in multistage packet switch. On the reliability analysis of network a useful contribution is by Shukla et al. [13] whereas Paxson [9] introduced some of their critical experiences while measuring the internet traffic. Shukla et al. [14] , [15] , [16] , [17] , [18] , [19] and [20] presented different dimensions of Internet traffic sharing in the light of share loss analysis. Shukla et al. [21] , [22] , [23] , [24] , [25] and [26] have given some Markov Chain model applications in view to disconnectivity factor, multi marketing and crime based analysis. Shukla and Thakur [27] presented Index based internet traffic analysis of users by a Markov chain model . Shukla et al. [28] , [29] , [30] , [31] and [32] discussed cyber crime analysis for multidimensional effect in computer network and internet traffic sharing. Shukla et al. [33] , [34] , [35] , [36] , [37] , [38] , [39] and [40] discussed the elasticity property and its impact on parameters of internet traffic sharing in presence blocking probability of computer network specially when two operators are in business competitions with each other in a market. Shukla et al. [41] presented analysis of user web browsing using Markov chain model for iso-browser share probability. Shukla et al. [43] studied least square curve fitting for Iso-failure in web browsing using Markov chain model. Shukla et al. [44] studied least square curve fitting in internet access traffic sharing in two operator environment. Shukla et al. [45] discussed least square curve fitting applications under rest state environment in internet traffic sharing in computer network. Shukla et al. [46] presented curve fitting approximation in internet traffic distribution in computer network in two market environments. Shukla et al. [47] studied cyber crime based curve fitting analysis in internet traffic sharing in computer network. (f) Whenever call connects through either of O 1 or O 2 we say system reaches to the state of success after n attempts. (g) User can terminate the connectivity attempt process which is marked as abandon state A with probability p A (either O 1 or from O 2 ). (h) A successful call connection has a marketing package related to cyber-crime, denoted as C, with attraction probability (1 -c 1 ) and detention probability (1 -c 2 ). (i) After connectivity, user has two choices either to do or cyber-crime or to do usual web surfing through Internet (with probability c 1 ). This choice is treated as an attempt related to web connectivity. [ [ The total blocking probability is (L 1 + L 1 2 ) inclusive of both attempts. The success probability for Rule 6: for, 0 < c 1 < 1 and 0 < c 2 < 1 we have 
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TRANSITION MECHANISM IN MODEL AND PROBABILITIES
O 1 is [1-(L 1 + L 1 2 )] Similar for O 2 = [1-(L 2 + L 2 2 )]    1 1 1 ...(5.1) n n XC P c X NC                  1 1 ...(5.2) n n X NC Pc X NC               1 2 ...(5.3) n n X NC P c X C                  1 2 1 ...(5.4) n n XC P c XC             
TRANSITION PROBABILITY BETWEEN STATES
Now, the transition probability matrix is 
CURVE FITTING ANALYSIS OVER LARGE NUMBER OF ATTEMPT
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LEAST SQUARE CURVE FITTING
We suggest a linear relationship where a, b are constants 
FITTING THE STRAIGHT LINE
We suggest an approximate the relationship between parameter P 1 and L 1 through a straight line 11 . 
By solving the above equation the least square estimate are a and b are (denoted as , ab  ):
Where n is the number of observations in sample (n) and the resultant straight line is
The coefficient of determination (COD) is defined as The COD lies between 0 to 1. If the line is good fit then it is near to 1. We generate pair of value (L 1 , P 1 ) from express tables (1, 2 and 3) by providing few fixed input parameters. Table 2 Fixed parameter p=0.6, L 2 =0.5, p A =02, C 1 =0.5 
CONFIDENCE OF INTERVALS (COI)
The 100(1- The coefficient of determination is nearly equal to 1, showing strength of the fitting of straight line. This suggested linear relationship is just like a first hand preliminary rule. The beauty of expression is that it is independent of model parameters.
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