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ABSTRACT  
The main objective of e-Government is to better serve citizens. However, citizens’ likelihood to use e-Government services is 
very low especially in the context of developing countries. Lack of trust in e-Government systems has been recognized as one 
of the major barriers to e-Government services adoption. Citizens’ decision to use online services is dependent on their level 
of trust in the technology and the government. Lack of trust in the government and technology discourages the usage of e-
Government services. The research work aims to identify the determinants of trust which influences the citizens’ intention to 
adopt e-Government services to conduct transaction with the government website. An online survey was conducted to collect 
data from 150 citizens’ of Pakistan. The data was analyzed using AMOS 18.0. The target population includes citizens who 
are internet users. The results of the survey revealed that perceived risk, trust in the internet, trust in the government, 
information security and transaction security are highly influential variables which influence the citizens’ intention to adopt 
e-Ggovernment services to conduct transaction with the government websites. 
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INTRODUCTION 
 
Governments’ efforts are moving towards enhancing the process of services provision to the citizens. Most of the 
governments are still facing troubles such as “bureaucratic tendencies in governance systems, centralized decision-making 
patterns, complexity of redundancies in the public sector, lack of co-ordination and information sharing in public sectors, and 
the lack of effective Information and Communication Technologies (ICT) infrastructure”. A revolution in ICT has changed 
the way of interaction between government and their citizens. These changes have turned into new forms of government 
called e-Government. “E-government can be broadly defined as the use of ICT and internet to enhance the access to and 
delivery of all facets of government services and operations for the benefits of its stakeholder groups which includes citizens, 
businesses, and government itself”(Srivastava and Teo, 2008). E-government initiatives in several developing countries are 
still in their infancy. For the developed nations, e-Government has provided benefits for businesses and governments but the 
citizens are the one who get the largest benefits from e-Government. Governments are trying their best to provide e-services 
to the citizens so that they can access e-services at any time of their choice and also able to get full benefit from this digital 
world. Despite of the latter conception, the successful implementation of e-Government is highly dependent on the 
government support as well as on the willingness of the citizens to adopt e-Government services (Shareef et al., 2011). The 
ICT plays a vital role for providing the platform for e-services. Besides the availability of ICT infrastructure, trust is a 
significant contributor influencing the citizens’ intention to adopt e-Government services. 
 
There are many definitions of trust available in the literature. Trust is important in the research of adoption of new 
technologies especially in the context of e-business, e-commerce and e-Government (Yousafzai et al., 2003). Trust is defined 
as “one’s belief about the event that other party will behave in a socially responsible manner and also fulfill the expectations 
of the trusting party’s without taking advantage of its vulnerabilities” (Pavlou, 2003). Trust building is a cumulative process 
where the level of trust at initial stage affects the level of trust in the later stages and impacts the development of long term 
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trust relationship. There are several factors that impact the building of trust. These factors could be classified into two major 
categories which are pre-interactional and interactional factors. This research study will discuss about interactional factors 
and focuses on transaction delivery attributes which are primarily associated with security and privacy issues.  
 
Citizens in many countries feel that the outcomes of e-Government initiatives do not commensurate with the effort and 
resources expended. There are relatively few nations across the world which is able to successfully implement and exploit 
ICTs in governmental working. According to the cross national surveys, the highest level of trust was found in the nations of 
developed countries while lowest level of trust was found in the nations of South America, Africa and Asia (Newton, 2004). 
In addition, the values that form the basis of trust vary among cultures, between contexts and also across time (Boslego, 
2005). Developed countries are leading in the world of e-Government as well. There are many reasons for their leading edge. 
One of the biggest reasons is the easy access to internet and availability of electronic resources. On the other hand, a 
developing country like Pakistan is facing a lot of challenges in terms of low internet access and low access to available e-
Government services which leads to citizens’ low trust on online services. 
 
LITERATURE REVIEW 
 
The vast review of literature was performed to identify the determinants of trust which influence the citizens’ intention to 
adopt e-Government services. For adopting e-Government processes, citizens must have intention to engage in e-Government 
which encompasses the intention to receive and provide information through on-line channels (Warkentin et al., 2002; Gefen, 
2000; Warkentin et al., 2002). Citizens’ trust plays a vital role in the adoption and acceptance of e-Government initiatives 
(Srivastava and Teo, 2004). Citizen’s trust has two dimensions i.e. trust on the government and trust on the internet which 
leads to the adoption and subsequent use of e-Government services. Carter and Belanger (2005) found that perceived ease of 
use, compatibility, and trustworthiness on government systems were significant factors for the adoption of e-Government 
services. Phang et al., (2005) proposed a model which was based on Technology Acceptance Model (TAM). The target 
respondents were senior Chinese citizens. The results of their study revealed that perceived ease of use and internet safety 
had significant influence over the perception of senior Chinese citizens. Cremonini and Valeri (2003) found that individuals 
are concerned about security and privacy issues while transacting with the e-Government services which lead to the lack of 
trust on e-Government systems. The lack of trust was found to be significant barrier to the adoption of e-Government 
services. In addition, propensity to trust is also one of the major aspects related to the trust in e-Government. It is also 
expected that high propensity to trust leads to more trust in e-Government systems (Belanger and Carter, 2008). According to 
the findings of various studies (Srivastava and Thomson, 2005; Parent et al. 2004), it is shown that online interaction with e-
Government services requires trust in technology. Therefore, trust in technology is also an important determinant of trust. 
Srivastava and Teo (2008) proposed that the important determinants of trust which influence the citizens’ intention to adopt 
e-Government services were trust in the internet and trust in the government. Mofleh and Wanous (2008) found that trust in 
the internet, trust in the government, compatibility, awareness and previous experience were significant factors influencing 
citizens intention to trust e-Government systems. Al-Adawi et al., (2005) proposed that perceived risk, trust, perceived 
usefulness and perceived ease of use were influential factors of adoption. In another study, perceived risk was also identified 
as influential factor of trust (Lu et al., 2011). The findings revealed that online users are well aware about security measures 
which lead to the low risk on e-Government systems. According to the model proposed by Gilbert et al., (2004), the major 
factors which influences the citizens’ intention to adopt e-Government services were perceived relative benefits, perceived 
barriers, visual appeal, experience, financial security, information quality, low stress and trust. The significant variables were 
time, cost, financial security, and trust and information quality. 
 
Dimitrova and Chen (2006) administered an online questionnaire in the United States (US) and identified perceived 
usefulness, perceived uncertainty and civic-mindedness as influential adoption factors. Chang et al., (2006) explore an e-
Government service which is called Online Tax Filing and Payment System (OTFPS) in Taiwan. The questionnaire was 
distributed among the users of the service through emails. The study shows that perceived usefulness, perceived ease of use, 
perceived risk, trust, compatibility, external influence, interpersonal influence, self efficacy and facilitating conditions were 
the influential factors for the adoption of OTFPS. Kumar et al., (2007) proposed the model which overcomes the limitation of 
the existing models by adding a new dimension of service quality and satisfaction. The dimensions of the model were user 
characteristics including perceived risk, perceived control and internet usage experience, website design including perceived 
usefulness and perceived ease of use, service quality and satisfaction. Elena (2009) proposed a model to find out the 
determinants of trust in e-Government. The determinants were age, perceived usefulness, perceived quality, risk perception, 
privacy concerns, perceived organizational trustworthiness, trust in technology, propensity to trust, years of internet 
experience, income and education. The results show that the elder people had less trust in e-Government. In addition, Lean et 
al., (2009) proposed a theoretical framework to measure the intention of Malaysian citizens to use e-Government services. 
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The proposed model was based on Technology Acceptance Model (TAM) and Diffusion of Innovation (DOI). The findings 
show that trust, perceived usefulness, perceived relative advantage and perceived image had significant relationships with 
citizens’ intention to adopt e-Government services. 
 
CONCEPTUAL MODEL 
 
The conceptual model is designed to measure the determinants of trust influencing the citizens’ intention to perform 
transaction with the government website. To conduct transaction with the government website, there are many variables 
which influence the citizens’ intention to adopt e-Government services. In the proposed conceptual model, transaction 
Security and information Security are influenced by Perceived Risk. In addition, trust in the internet and trust in the 
government influences citizens perception about transaction security and information security. Perceived risk, trust in the 
internet and trust in the government have direct influence over the citizens’ intention to conduct transaction with the 
government website. The proposed conceptual framework is shown in Figure 1. The proposed hypotheses are tested using 
AMOS 18.0. The definition of constructs is shown in Table 1. 
 
Table 1 Definition of contructs 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Figure 1 Proposed Conceptual Framework 
Constructs Definition Literature 
Perceived Risk “Perceived risk is a fear of losing personal 
information and fear of being monitored on the 
Internet”. 
Warkentin et al., (2002), Bwalya (2009), Azmi and 
Kamarulzaman (2010), Schaupp and Carter (2010) 
Transaction Security It is “a measure to ensure that citizens can transact 
online securely”. 
Miyazaki and Fernandez (2001), (Government On-
Line, 2004) 
Information Security It is “a measure to ensure that personal information 
of the citizens is kept confidential to increase the rate 
of e-Government adoption”. 
Miyazaki and Fernandez (2001), (Government On-
Line, 2004) 
Trust in the internet Trust level that citizens have on the Internet. Mofleh and Wanous (2008), Al-Sobhi et al., (2009), 
Sang et al. (2010), Schaupp and Carter (2010), Hussein 
et al. (2011) 
Trust in the government Trust level that citizens have on their governments. Mofleh and Wanous (2008), Al-Busaidy and 
Weerakkody (2009), Hussein et al. (2011) 
Intention to conduct 
transaction 
The intention of the citizens’ to conduct transaction 
with the government website. 
Added by the authors 
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Research Hypotheses 
 
The citizens’ perception plays a vital role in the adoption of e-Government services (Government On-Line, 2004). The 
citizens had a great concern about the protection of their personal information i.e. credit card number which they are suppose 
to provide to the system for communication with the government. The objective of e-Government system should be to 
provide high level of services to the citizens according to their specific needs and ensuring availability of relevant and 
reliable information which enhances citizens’ trust on e-Government systems and ultimately pushes them to adopt such 
systems. The citizens are concerned about how their personal information will be treated, who will use that information, 
where it will be stored and for what purpose it will be used for. Therefore, the major concern is related to the personal 
information of the citizens while communicating with the government. If the government is able to maintain citizens’ trust on 
the system then citizens’ usage of e-Government services will be high. According to one survey conducted in 22 countries 
resulted that citizens still prefer to have face-to-face communication as compared to online communication with the 
government (Accenture, 2005). Therefore, the governments should have transparent system so that citizens blindly rely on 
online system for communication with the government. The major issues to bother for online communication are security and 
privacy issues. Citizens should feel secure while transacting with the government website and also feel protected about their 
personal information from unwanted access. The study argues that e-Government services adoption depends on the citizens’ 
trust on the government as well as on the internet. These variables are highly influential especially in the context of 
developing countries especially Pakistan. In addition, positive experience with the internet technologies may enhance 
citizens’ trust towards e-services provided by the government. The citizens’ having great internet usage experience may also 
have a strong belief about secure and reliable transactions over the internet (Venkatesh et al., 2003).  
 
Research hypotheses are formulated based on the proposed conceptual framework as shown in Figure 1. The detailed 
research hypotheses are shown below: 
H1: Perceived risk positively affects on citizens’ perception about transaction security. 
H2: Perceived risk positively affects on citizens’ perception about information security. 
H3: Transaction security is influenced by trust in the internet. 
H4: Transaction security is influenced by trust in the government. 
H5: Information security is influenced by trust in the internet. 
H6: Information security is influenced by trust in the government. 
H7: Perceived risk influences the citizens’ intention to conduct transaction with the government website. 
H8: Trust in the internet influences the citizens’ intention to conduct transaction with the government website. 
H9: Trust in the government influences the citizens’ intention to conduct transaction with the government website. 
 
RESEARCH METHODOLOGY 
 
After developing the proposed conceptual framework, an initial version of questionnaire was designed. Later, the 
questionnaire was refined with the pre-testing to avoid misunderstanding in the contents of survey instrument items. The 
results of pre-testing revealed that questionnaire items were comprehensive. The survey instrument items were tested for their 
reliability as well. As per the results of reliability analysis, the constructs of the proposed conceptual were found reliable. 
 
Reliability Analysis 
 
The reliability analysis was performed to test the reliability of scale constructs (Kline, 1999). Table 2 shows the values of 
alpha coefficient along with their type of reliability level. Hinton et al. (1990) defined that the reliability may fall into four 
categories i.e. excellent reliability (0.90 and above), high reliability (0.70-0.90), moderate reliability (0.50-0.70) and low 
reliability (0.50 and below). 
Table 2 Reliability of the model constructs 
Contructs Cronbach Alpha 
Coefficient 
Type 
Perceived Risk 0.906 Excellent reliability 
Information Security 0.835 High reliability 
Transaction Security 0.906 Excellent reliability 
Trust in the internet 0.878 High reliability 
Trust in the government 0.845 High reliability 
Intention to adopt 0.845 High reliability 
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The value of Cronbach Alpha Coefficient for all the contructs is greater than 0.80. Therefore, these all constructs are found to 
be reliable (Kline, 1999). 
Sampling 
 
The study focuses on citizens who are internet users and aware of available e-Government services. E-mails were sent to the 
respondents along with the web link of survey application. A reminder email was also sent to the respondents after 2 weeks 
of first email. Snowball sampling method was used to circulate the emails among the target respondents. The statistical 
technique used for hypotheses testing is Structural Equation Modeling (SEM). Therefore, sample size of 100 respondents is 
also enough (Kline, 2005) to proceed with further analysis. 
 
Identification of Variables and Scale of Measurement 
 
All questions in the questionnaire were closed ended and were measured on five point Likert type scale. The questionnaire 
consists of four parts: the first section was related to the personal information of the respondents i.e. gender, age, education, 
internet usage experience and awareness about Pakistan e-Government web portal. Second section (II) consisted of 8 items 
measuring security including the variables of information security, transaction security and perceived risk. Third section (III) 
consists of 6 items measuring trust including the variables of trust in the internet and trust in the government. Fourth section 
(IV) was used to measure the citizens’ intention to adopt e-Government services to conduct transaction with the government 
website.  
 
Descriptive Statistics 
 
The descriptive statistics of the respondents are shown in Table 3. Among the sample, 50.6% of the respondents are male and 
49.3% are female. The most prominent age segments are 20-30 and 31-40. Most of the respondents have experience of using 
internet as the survey was conducted online. The participants of the survey were taken from various educational backgrounds. 
47.3% of the respondents were having post graduate education level, 38% were having education at graduation level, 10% 
were at intermediate level of education which is equivalent to ‘A’ level and 4.66% were at Matric level of education which is 
equivalent to ‘O’ level. The respondents having education level of Matric and Middle level contributed least in the sample 
size. In addition to this, 51.3% of the respondents were aware of Pakistan e-Government web portal while 48.6% were not 
even aware of Pakistan e-Government web portal. 
 
Table 3 Descriptive Statistics 
 
Demographics Frequency %age 
Gender 
Male 76 50.6 
Female 74 49.3 
Age 
Less than 20 Years 6 4 
20 – 30 57 38 
31 – 40 59 39.3 
41 – 50 15 10 
Above 50 13 8.66 
Education   
Middle 0 0 
Matric 7 4.66 
Intermediate 15 10 
Graduate 57 38 
Post Graduate 71 47.3 
Internet Usage Experience 
Less than 1 Year 10 6.6 
1 – 3 Years 24 16 
4 – 6 Years 43 28.6 
7 – 9 Years 38 25.3 
More than 9 Years 35 23.3 
Pakistan E-government Portal Awareness 
Yes 77 51.3 
No 73 48.6 
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DATA ANALYSIS AND RESULTS 
 
Structural Equation Modeling (SEM) is a statistical technique for testing and estimating causal relationships. In this study, 
the overall fit of path model was tested using Structural Equation Modeling (SEM). SEM provides an appropriate method of 
dealing with multiple relationships simultaneously while providing statistical efficiency. The approach of Maximum 
Likelihood (ML) is used in estimation procedure of SEM. The proposed conceptual model was tested using AMOS 18.0. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Figure 2 Structural Model 
The structured model using AMOS is shown in Figure 2. Regression coefficients have been shown on the links in Figure 2. 
The result shows that the X
2
 value was (211.038) significant at (p < .00). The ratio of X
2 
to degree of freedom was (X
2
 / df = 
2.512) which is below the cut-off value i.e. 3 indicates that the model is acceptable (Kline, 2005). The value of RMSEA is 
0.07 which is also acceptable. Overall, these fit indices provide evidence that the data fit the model very well. The detailed 
results of hypotheses testing are shown in Table 4.  
 
Table 4 Results of Hypotheses testing 
 
 
 
 
 
 
 
  
 
Note: ***P<0.001**P<0.01*P<0.05 
The results of hypotheses testing conclude that there are many determinants which influence citizens’ intention to conduct 
transaction with the government website. Therefore, trust is considered as a complex phenomenon. In the context of Pakistan, 
perceived risk has influence over transaction security and information security which is quiet obvious from the results of H1 
and H2. For example, uncertainty in citizens’ mind may lead to avoidance from performing any transaction with the 
government website. Perceived risk may influence citizens’ perception about security of their personal and financial 
Hypotheses Relationships Regression 
Coefficients 
P-Value Results 
H1 PR -> TS .54 .015 Supported* 
H2 PR -> IS .27 .006 Supported* 
H3 TI -> TS .53 .015 Supported* 
H4 TG -> TS .66 .006 Supported* 
H5 TI -> IS .92 .000 Supported*** 
H6 TG -> IS .27 .004 Supported* 
H7 PR -> TRN .21 .700 Not supported 
H8 TI -> TRN .97 .067 Supported*** 
H9 TG -> TRN .10 .857 Not supported 
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information. In addition, trust in the internet and trust in the government are considered as major determinants of trust which 
influences citizens’ intention to conduct transaction with the government website (Mofleh and Wanous, 2008). The citizens’ 
perception about trust in the technology and trust in the government had influence over transaction security and information 
security. The high trust in the technology and government lead to high adoption of e-Government services while low trust on 
technology and government lead to low adoption of e-Government services. Trust in the internet has a direct influence over 
citizens’ intention to conduct transaction with the government website. Perceived risk was not found to have direct influence 
over the citizens’ intention to conduct transaction with the government website while perceived risk have influence over 
transaction security and information security. 
 
CONCLUSION 
 
This research study has proposed the trust model for e-Government services. To address this need, the study attempts to 
identify the determinants of trust which influences citizens’ intention to conduct transaction with the government website. It 
is concluded that trust has a significant influence over the citizens’ intention to conduct transaction with the government 
website but it is a complex phenomenon. There are many variables which influences citizens’ intention to trust e-Government 
services i.e. trust in the internet, trust in the government, perceived risk, transaction security and information security.  
 
The results of hypotheses testing shows that the variables of transaction security and information security are influenced by 
perceived risk as the hypotheses H1 and H2 were turned out to be significant. If the citizens have high fear about losing their 
personal and financial information then they will be more concerned about security of their transactions with the government. 
Trust in the internet and trust in the government influences transaction security and information security as the hypotheses 
H3, H4, H5 and H6 were found to be significant. It shows that citizens’ having high trust on the internet and the government 
will lead to the adoption of e-Government services as the citizens may not have fear of losing their personal and financial 
information. Trust in the internet directly influences citizens’ intention to conduct transaction with the government website. 
The high trust of the citizens in the internet will also lead to the high adoption of e-Government services. In addition, 
perceived risk was not found to have influence over the citizens’ intention to conduct transaction while perceived risk has 
influence over the intention to conduct transaction through transaction security and information security. 
 
By keeping in consideration the context of Pakistan, the government should try their level best to boost the usage of e-
Government services among the citizens. To increase the adoption and usage of e-Government services, government should 
look into the concerns of security and privacy. There should be proper rules and laws so that citizens feel comfortable while 
transacting with the government website. In addition, there must be proper feedback system for the completion of their 
activity while communicating with the government website. In this way, citizens’ trust in e-Government systems may be 
enhanced. To enhance the citizens’ trust, there is a need to reduce the uncertainty and risks concerns.  
 
Contribution of the Study 
 
The paper contributes to the literature by proposing a conceptual framework that identifies the determinants of trust 
influencing the citizens’ intention to conduct transaction with the government website. Perceived risk, trust in the internet and 
trust in the government were identified as influential determinants of citizens’ trust for e-Government services adoption by 
various researchers. In addition, the determinants of transaction security and information security measuring citizens’ 
perception about security of their personal and financial information were added by the authors to make the proposed 
framework comprehensive. 
 
According to the results of hypotheses testing, transaction security and information security were found to be significant 
which influences citizens’ intention to conduct transaction with the government website. The result clearly shows that people 
in Pakistan have fear in their minds about losing their personal and financial information while performing transaction with 
the government website. Although, in this sample, the target respondents were mainly internet users but still they had fear of 
losing their personal and financial information. To overcome the issue of low trust in the e-Government systems, there must 
be trainings and awareness campaigns among the citizens’ to boost their confidence on e-Government systems. 
 
Implications of the Study 
 
The key findings are generated which can be useful for the policy makers and decision makers to know about the needs of the 
citizens. In addition, to know about the determinants of trust will drive the policy makers to formulate and develop strategies 
to increase the citizens’ trust to adopt e-Government services to conduct transaction with the government website. In 
addition, the government should look into the concerns of transaction and information security which will lead to the more 
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usage of e-Government services for transaction purposes. The increased usage of e-Government services can bring much 
more benefits such as operational excellence, cost and time savings, increased efficiency, effectiveness and quality of public 
services delivered to the citizens. The government should implement cyber laws to make citizens feel secure and comfortable 
while they are transacting with the government website which will increase the adoption rate of e-Government services. To 
overcome the issue of low trust in the e-Government systems, there must be trainings and awareness campaigns among the 
citizens to boost their confidence in e-Government systems. Trust in the internet was found to be significant because most of 
the target respondents were internet users and have trust in technology which leads to the high adoption of e-Government 
services. 
 
Future Recommendations 
 
The citizens’ willingness is a primary concern for the adoption of e-Government services. Trust is found as one of the major 
barriers to the adoption of e-Government services especially in the context of developing countries. In this study, the survey 
was conducted online by sending invitation emails along with a web link to the target respondents of the study. The online 
respondents are selected because they are well aware of internet usage and have experience of browsing and searching 
information from the websites.  
 
Besides of this fact, citizens were observed to have less trust in e-Government systems as they have fear in their minds about 
losing their personal and financial information. Citizens’ trust should be measured at later stages after conducting trainings 
and awareness campaigns among the citizens, to see whether trust of the citizens on e-Government systems have been 
increased or remained same. 
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