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Abstract—Commercial automotive radars used today are based
on frequency modulated continuous wave signals due to the
simple and robust detection method and good accuracy. However,
the increase in both the number of radars deployed per vehicle
and the number of such vehicles leads to mutual interference,
cutting short future plans for autonomous driving and active
safety functionality. We propose and analyze a radar commu-
nication (RadCom) approach to reduce this mutual interference
while simultaneously offering communication functionality. We
achieve this by frequency division multiplexing radar and com-
munication, where communication is built on a decentralized
carrier sense multiple access protocol and is used to adjust the
timing of radar transmissions. Our simulation results indicate
that radar interference can be significantly reduced, at no cost
in radar accuracy.
I. INTRODUCTION
Automotive radar is becoming an indispensable equipment
in modern cars, for different functions including adaptive
cruise control and parking, especially due to its insensitivity
to bad weather conditions [1]. Today, most automotive radar
systems operate at 76–81 GHz [2], which provides good
range resolution, on the order of centimeters [1] and the
possibility to mitigate interference by locating the radars at
different carrier frequencies [3]. Likewise, vehicle-to-vehicle
(V2V) communication is becoming a standard, having proven
its value in dissemination of safety critical information [1],
[4]. However, both technologies have limitations related to the
increased penetration rates. For example, current automotive
radar sensors are not controllable or able to coordinate with
sensors on other vehicles. Hence, mutual radar interference
becomes a problem as in Fig. 1, resulting in increased noise
floor [5], [6], in turn resulting in reduced detection capability
and ghost detections [7].
Radar Communication (RadCom) is an approach to use
radar hardware for communication purposes and can rely
on the highly under-utilized frequency modulated continuous
wave (FMCW) radar bandwidth. This idea was first applied
in a vehicular application, where radar and communication
signals are transmitted between a vehicle and a road side unit
with a spread spectrum technique by two different chipping
sequences [8]. Most of the other works consider orthogonal
frequency division multiplexing (OFDM) for radar commu-
nications [9]–[11]. OFDM is widely used for communication
due to its high degree of flexibility, low receiver complexity,
and high performance under different propagation conditions.
Fig. 1. Scenario with two vehicles in each other’s field of view, leading to
mutual interference.
The signal processing aspects of OFDM based RadCom is
identified with its potential optimizations in [12]–[14] together
with experimental test measurements to prove its applicabil-
ity. An important challenge is that standard communication
frequencies, such as the 5.9 GHz ISM band are generally
unsuitable for radar, as the achieved accuracy and resolution
is insufficient to meet automotive requirements [14]. In higher
frequencies, a preliminary study for joint mmWave RadCom
for a vehicular environment in the 60GHz band [15], used
the IEEE 802.11ad preamble as a radar signal with standard
WiFi receiver algorithms. This technique is shown to achieve
a reasonable range and velocity estimation accuracy (0.1m and
0.1m/s). A similar study demonstrated how automotive sensor
data is beneficial to the mmWave beam alignment, pointing out
the possibility of adding mmWave communication functions
on existing mmWave automotive radars in the 76-81 GHz
band [16].
In this paper, we propose and analyze a novel RadCom
approach for high-frequency FMCW radars, in which we
repurpose a small part of the radar bandwidth to create an
802.11p-like V2V connection. The V2V channel is controlled
via a carrier sense multiple access (CSMA) protocol and is
utilized to control the timing of the radar signals. Vehicles
are assumed to perform µs-level clock synchronization with
GNSS. We have performed an in-depth simulation of the
proposed concept for a two-vehicle scenario. We find that un-
der realistic propagation conditions, RadCom can significantly
reduce the radar interference, with no performance degradation
in terms of radar accuracy.
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Fig. 2. FMCW modulation used in most automotive radar, with typical
operating parameters. For a single radar, much of the time-frequency space is
not utilized (the idle time is not shown to scale). The red line represents an
interfering radar signal from another vehicle.
II. SYSTEM MODEL
A. FMCW Transmitter
We consider a sequence of frequency modulated continuous
waves, i.e., chirps, transmitted by an FMCW radar, of the form
s(t) =
√
Ptx
N∑
k=1
c(t− kT ) (1)
where c(t) is a chirp of the form c(t) =
exp (j2pi (fc +Bt/T ) t), Ptx is the transmit power, B
denotes the radar bandwidth (typically 1–4 GHz), fc is the
carrier frequency (77 GHz), T is the chirp duration, and N is
the number of chirps per frame. The frame time Tf comprises
NT plus the idle and processing time. Depending on the
maximum detectable range (dmax) and maximum detectable
relative velocity (vmax), plus range and velocity resolution
of the FMCW automotive radar, T , Tf and N take typical
values seen in Fig. 2. In Fig. 2 the signal format (frequency
occupancy as a function of time) of a sawtooth FMCW signal
is shown, where the blue line is the transmitted chirp, the
grey band corresponds to the sampling bandwidth of the
receiver and the red line is an interference received from
a FMCW radar which started transmission with a τ time
difference. After N successive chirps, there is a significant
idle time used for processing the samples. Further, the white
region indicates a large fraction of unused time-frequency
resources.
B. FMCW Receiver
At the co-located receiver, the backscattered signal is pro-
cessed. The radar receiver comprises of the following blocks
[17]: a mixer, an analog-to-digital convertor (ADC), and a
digital processor. The mixer multiplies the received signal
with a copy of the transmitted chirp. After low-pass filtering
the resulting intermediate frequency (IF) signal, the mixer
will output a signal with multiple harmonics at frequencies
proportional to the time difference between the transmitted
chirp and the received chirps. The output of the mixer is
then sampled by the ADC, with sampling interval Ts, and
passed to the digital processor which will detect and estimate
the frequencies. The ADC bandwidth 1/(2Ts) is generally on
the order of 10–50 MHz and is thus much smaller than B.
Considering a single target at distance d, the sampled back-
scatter signal, sample n or chirp k is of the form [1]
r(k)n =
√
γPtxd−4 exp
(
j2pi
B(2d/c− 2τD)
T
nTs
)
+ w(k)n
(2)
where γ = GtxGrxσλ2/(4pi)3, for target radar cross section
(RCS) σ, transmitter and receiver antenna gains Gtx and Grx,
Doppler time shift τD = Tvfc/(Bc), in which c denotes
the speed of light, v is the relative velocity between vehicles
(note that a positive v corresponds to approaching vehicles
and a positive Doppler shift, which leads to a decreased time
difference between the transmitted and reflected radar signal),
w
(k)
n is additive white Gaussian noise (AWGN) with variance
N0. A common approach to frequency retrieval in FMCW
radar is to compute the fast Fourier transform (FFT) of the
signal, average the signal through multiple chirp periods for
enhanced SNR, and detect the peaks in the frequency-domain.
C. Goal
Our aim is to study the performance of the receiver when
the target is itself a vehicle with an FMCW radar. We propose
an FMCW-based RadCom system and investigate how the
probability of mutual interference, the probability of false
alarm and the ranging error are effected by the proposed
scheme. This study focuses on resolving radar conflicts among
vehicles with similar radar characteristics (same bandwidth
and chirp signal), which is easier to analyze than the more
general heterogeneous scenario.
III. RADAR INTERFERENCE ANALYSIS
In this section, we describe the interference model and
calculate the conditions under which interference exists, both
for a single link and for a network.
A. Interference Model
Consider the scenario in Fig. 1. Two cars with front-
mounted FMCW radars facing each other approach a road-
crossing where pedestrians are present. Both radars are FMCW
based and use the same frequency band. If the interfering
radar is located at distance d and has a relative delay τ
between the ego vehicle transmission and the interfering
vehicle transmission, then the received signal at the ego radar
becomes
r˜(k)n (3)
=
{
r
(k)
n τ /∈ V
r
(k)
n +
√
γ˜Ptxd−2 exp
(
j2piB(τ+d/c−τD)T nTs
)
τ ∈ V
where γ˜ = GtxGrxλ2/(4pi)2 and V is the vulnerable period
defined below.
Definition 1 (Vulnerable period V ). Given an ego vehicle
radar that starts an FMCW transmission at time t = 0 and a
facing vehicle radar with overlapping field-of-view that starts
a transmission at time t = τ , the vulnerable period V is the
set of τ values for which interference to the ego vehicle radar
occurs.
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Fig. 3. FFT of received signal, with a interfering vehicle target at 70 m (23.33
MHz) and a ghost target at 35 m (11.67 MHz).
As illustrated in Fig. 2, the interfering signal transmitted by
a time difference of τ is received at the ego radar at τ+d/c−
τD. We note that interference has a factor d−2 while the useful
signal has a factor d−4, leading to an interference that is much
stronger than the useful signal. Fig. 3 shows an example of
such a received FMCW signal, for a vehicle target at distance
70 m from the radar, with τ = 0, which in this case is in
the vulnerable period. The target is observed at 23.33 MHz,
whereas the strong interference is observed at 11.67 MHz,
corresponding to 35 m.
B. Single Link Interference Condition
In this section, we will quantify the conditions under which
interference occurs. The interfering transmission arrives at the
ego vehicle with a propagation delay tprop and a Doppler
frequency shift of fD. The Doppler shift is perceived by the
ego vehicle as a delay τD = fDT/B (see Fig. 2). Hence, the
first received chirp at the ego vehicle starts at t′ = τ+tprop+τD
and interference will occur when t′ ∈ [0, T/(2BTs)]. If
we further account for imperfect low-pass filtering at the
ADC, which also causes mutual interference especially when
the interference power is high, then interference will also
occur when t′ ∈ [−T/(BTs),−T/(2BTs)]. The maximum
propagation delay of a received radar signal (not filtered out
at the radar ADC) is 2dmax/c, where dmax is the maximum
detectable radar range and is related to chirp parameters by
dmax = cT/(4BTs) [18]. Hence, the maximum propagation
delay is T/(2BTs). The Doppler shift of an interfering signal
is τD = ±Tvmaxfc/(Bc) = ±1/(4B) (approaching or
receding), assuming that the maximum relative velocity of an
interfering vehicle is equal to the maximum radar detectable
relative velocity, given by vmax = c/(4fcT ) [18]. Hence, the
vulnerable period becomes
V =
[
− 3T
2BTs
− 1
4B
,
T
2BTs
+
1
4B
]
≈
[
− 3T
2BTs
,
T
2BTs
]
(4)
and is approximated due to τD  tprop and Ts  T , resulting
with approximated duration
|V | ≈ 2T
BTs
. (5)
From this, it follows that the probability of interference for a
single chirp is
P
(c)
int ≈
|V |
T
≈ 2
BTs
. (6)
However, a radar transmits during a fraction NT/Tf of the
frame period and any interfering radar chirp sequence starting
(N −1)T prior up to the end of the radar transmission results
with mutual interference due to overlapping of one or more
chirps. Hence, the probability of interference for a frame for
two facing radars is reduced to
P
(f)
int =
(2N − 1)T P (c)int
Tf
≈ 2NTP
(c)
int
Tf
, (7)
since for a typical automotive radar N is large.
Remark 1. Note that we have not accounted for reflections
or additional targets in the environment. Such targets could
also lead to interference. For that reason the vulnerable period
could further be extended, following the same procedure as
above. Additionally, if the radar has access to in-phase and
quadrature samples, the vulnerable period can be reduced to
V ≈ [−T/(2BTs), T/(2BTs)].
C. Network Interference Condition
For a network of vehicles, we first study a star topology
around the ego vehicle. When there are M interfering vehicles,
the probability of interference is P (M)int = 1−(1−P (f)int )M . For
a more general topology with M vehicles, let G be a directed
radar graph with G = (V, E), where each vertex corresponds
to a radar ri ∈ V and each edge eij ∈ E means that radar
i is the field of view of radar j. The average probability of
interference is then given by
P¯ =
1
|V|
∑
ri∈V
P
(Mi)
int (8)
where Mi denotes the number of edges into ri.
D. Performance under Radar Interference
So-far we have only treated the probability of radar inter-
ference. When there is interference, we know from (3) that the
interfering signal is generally stronger than the useful signal.
This affects radar performance in a number of ways: it leads
to ghost targets and an increase of the noise floor. Relevant
performance metrics are thus the probability of detection, the
probability of false alarm, and the ranging accuracy of the
targets. These metrics will be analyzed in detail in Section V.
IV. RADCOM FOR INTERFERENCE REDUCTION
An FMCW-based-RadCom system is composed of three
parts for sharing the wireless channel resource:
1) Multiplexing scheme for sharing among radar and com-
munication,
2) Radar MAC scheme (rMAC) for coordination of radar
sensing among different vehicles and
3) Communication MAC scheme (cMAC) for sharing
among different vehicles.
In this study, we propose a RadCom scheme, where radar
and communication are frequency division multiplexed (FDM)
[19] with time division multiple access for radar signals
(denoted rTDMA) and carrier-sense multiple access for com-
munication signals (denoted cCSMA). The proposed RadCom
backoff
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Fig. 4. RadCom scheme: FDM / rTDMA / cCSMA.
scheme uses communication in order to: (1) Disseminate non-
overlapping rTDMA slots among radars to mitigate interfer-
ence and (2) communicate data utilizing radar idle times. The
focus of this article is the first function1.
A. Multiplexing
Although multiplexing can be avoided by considering a
joint waveform for communication and radar [13], such an
approach is not suitable for automotive applications due to
the limited ADC capabilities, which do not support full-band
communication (e.g., OFDM) and modulating FMCW chirps
would lead to extremely low data rates. Hence, we divide up
the bandwidth B into a radar band Br and a communication
bandwidth Bc, for which Br + Bc ≤ B and Bc < 1/2Ts, in
order to be able to reuse the radar ADC.
B. Radar MAC
Facing FMCW radars operate interference-free if they
are assigned non-overlapping rTDMA slots, which depend
on the vulnerable duration. For this, vehicles are assumed
to synchronize their clocks using GPS. Fig. 4 illustrates
the division of the frequency-time domain for the proposed
FDM/rTDMA/cCSMA based RadCom system. One radar
frame duration Tf is divided into time slots Ti, where each
radar transmits its chirp sequence during one Ti and remains
idle during rest of the frame. One time slot Ti is of length
(N + 1)T , which corresponds to the duration for sending N
chirps plus one idle chirp time accounting for the overflow
of time shifted rTDMA slots. This slotted time is set to pro-
vide non-overlapping chirp sequences and thereby maximize
the number of vehicles with no mutual interference in the
RadCom system, denoted by Mmax. Using the duration of
the vulnerable period |V | derived in (5), for the proposed
rTDMA, at most bT/|V |c different vehicle radars can coexist
in a slot Ti and the maximum number of time slots per frame
is K = bTf/(N + 1)T c, which limits Mmax under perfect
communication to
Mmax ≤ K bT/|V |c ≈ K bBrTs/2c . (9)
1The latter function is investigated in future studies and fully exploits FDM,
whereas realization of the first function is based on frequency division.
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Fig. 5. State diagram for the proposed RadCom scheme.
C. Communication
V2V vehicular communication is used to assign non-
overlapping rTDMA slots among facing vehicles. Since com-
munication links are not necessarily symmetric due to the
directivity of the radar, a best effort approach with no acknowl-
edgements is employed. Communication during slot Ti−1
determines the rTDMA slots in Ti as illustrated in Fig. 4. Each
time slot Ti is further divided to slots called SlotTimes, which
are used by the non-persistent CSMA mechanism. Communi-
cation packets are transmitted if the channel is sensed idle for
one SlotTime or a random backoff is employed if channel is
sensed busy. Each vehicle sequentially uses two timeouts: (1)
Communication timeout (CommTo) for starting transmission
of a communication packet and (2) Radar timeout (RadarTo)
for starting the radar chirp sequence. A communication packet
(which includes the RadarTo information) is transmitted upon
expiration of CommTo, whereas the FMCW radar chirp
sequence is transmitted upon expiration of RadarTo.
A state diagram for the proposed RadCom scheme is given
in Fig. 5, where each state denoted by (rX, cY ) corresponds
to radar state X and communication state Y . Radar is active
in (rTX/RX,cIDLE) state and upon end of radar transmission
the RadCom hardware enters (rIDLE,cIDLE) state, where
communication is active and carrier sensing is deployed.
Upon expiration of CommTo, a backoff counter starts and
decrements for each idle SlotTime. If carrier is sensed idle
when the counter expires (counter = 0 and CS = 0), the
state (rIDLE,cTX) is entered, where the vehicle broadcasts
its RadarTo. Otherwise if carrier is sensed busy, the state
(rIDLE,cRX) is entered (CS = 1), where reception takes
place and any active backoff counters are frozen. In this state,
the ego vehicle stores the received radar timeout values of
other vehicles and updates its own RadarTo to be advertised
according to the received radar timeout so as to use one of the
left rTDMA slots in Ti or in Ti+1, etc. No measures are taken
in case of communication failures and there remains a small
probability for mutual interference with the RadCom scheme,
which will be analyzed in a future study.
V. PERFORMANCE EVALUATION AND RESULTS
The performance of an FMCW receiver when the target
is itself a vehicle with an FMCW radar is investigated. A
TABLE I
SIMULATION PARAMETERS.
Parameter Value
R
ad
ar
Chirp duration (T ) 20 µs
Frame duration (Tf ) 20 ms
Time slots per frame (K) 10
Radar bandwidth 0.96 GHz–1 GHz
dmax for Bc = 0 150 m
vmax 140 km/h
Ptx 11 dB
SNR 10 dB
N 99
fc 77
Ts 0.01 µs
Chebyshev low-pass filter order 13
Thermal noise temperature 290 K
Receiver’s noise figure 4.5 dB
C
om
m
.
Communication bandwidth Bc 20 MHz,40 MHz
Packet size (Npkt) 4800 Bits
Modulation 16-QAM
MAC non-persistent CSMA
SlotTime 10 µs
Backoff window size 6
comparison is made by the proposed FMCW-based RadCom
system in terms of the probability of false alarm and the
ranging error. The probability of mutual interference and the
necessary time to resolve contention for multiple vehicles are
evaluated.
A. Simulation Parameters
The simulation parameters are summarized in Table I. Two
facing vehicles are assumed to have radars with the same
properties. Radar is FMCW with sawtooth waveform. The
chirp sequence is designed so as to meet the maximum
detectable relative velocity vmax = 140 km/h, the maximum
detectable range dmax = 150 m when Bc = 0 (since it
increases for RadCom), velocity resolution smaller than 1 m/s
and range resolution of 15 cm. Radar front-end-hardware com-
ponent parameters are taken as in [17]. The mean value for
the radar cross section of a car is taken as 20 dBsm [17], [20].
At the signal processing stage, coherent pulse integration is
applied. Moreover, a Blackman-Harris window to reduce the
height of the sidelobes is applied before the FFT module.
Finally, greatest of cell averaging constant false alarm rate
(GoCA-CFAR) thresholding with 50 training cells with 2
guard cells is used for radar detection. The vulnerable duration
for Bc = 20 MHz is computed to be |V | = 4.17 µs (4),
leading to maximum 4 concurrent radar transmissions per Ti,
resulting with Mmax = 40 vehicles supported maximum by
the proposed RadCom system.
B. Results
We first consider probability of the radar interference for
a multi-vehicle scenario, and then evaluate the RadCom per-
formance in terms of delay to resolve contentions. Finally,
we present in-depth results for two vehicles, with and without
RadCom.
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Fig. 6. Average probability of interference for varying vehicle separation
distance and different number of lanes for Bc = 20MHz.
0 5 10 15 20 25 30 35 40
0
1
2
3
4
5
Fig. 7. Time necessary to resolve communication contention among M
vehicles for Bc = 20MHz.
1) Radar Interference: The average probability of inter-
ference, P¯ , for varying separation distance between vehicles
on a lane and different number of lanes is given by Fig. 6
for Bc = 20 MHz. The average probability of interference
increases by lower vehicle separation and higher number of
lanes, i.e., increased density of vehicles. We conclude that for
dense multi-lane traffic, radar interference is a grave concern,
despite the low duty cycle.
2) Communication Delay: We denote the time to resolve
contention among connected M vehicles by tfinal. The vehicles
apply non-persistent CSMA with random backoff. Based on
10,000 Monte Carlo runs, Fig. 7 shows the average, min-
imum, and maximum value of tfinal as a function of M
for Bc = 20 MHz. We assume that all M stations initiate
transmission attempts during the time slot T1. We observe that
the contention time for Mmax = 40 vehicles lasts up to 5 ms
and is resolved within a radar frame, which is Tf = 20 ms.
Hence, the proposed communication scheme is feasible and
fast enough to allocate rTDMA slots to 40 vehicles before
the radar frame ends. Furthermore, a larger communication
bandwidth will lead to lower tfinal leaving space for other
types of communications.
3) Radar Interference with RadCom: The performance
of RadCom is evaluated for the communication bandwidths
Bc ∈ {20, 40}MHz. The distance between two vehicles (d)
and the time difference between starting times of chirps (τ ) are
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Fig. 8. Comparison of probability of false alarm between radar and RadCom
with Bc = 20MHz.
varied. The performance of radar only and RadCom schemes
are compared in terms of probability of false alarm (Pf ) and
ranging error based on 100 Monte Carlo simulations. Fig. 8
shows the probability of false alarm without RadCom for
Bc = 20 MHz for varying τ and three different d values. The
transmissions during the vulnerable period V is observed to
result with interference for especially τ < T/(2BTs) = 1 µs
and τ = 17–20 µs, described in (4). False alarm probability
increases with increasing d due to attenuated radar received
signals. With RadCom, the false alarm probability is reduced
to zero for all τ and d due to avoiding transmissions during the
vulnerable period. Note that, RadCom has non-zero probability
of false alarm even with RadCom, which is not observed due
to the low number of simulations.
Simulations taken over varying τ and d, show that the
ranging error is independent of τ and at most 6.9 cm, 7.4 cm
and 8.54 cm for radar only, RadCom with Bc = 20 MHz and
Bc = 40 MHz, respectively. While RadCom in theory can lead
to an accuracy reduction due to reduced bandwidth, this effect
is insignificant, since the relative decrease in radar bandwidth
is negligible (at most 4%) and we operate in high SNR.
VI. CONCLUSION
We have evaluated a RadCom approach building on a
combination of FDM, TDMA for radar, and CSMA for
communication. The approach exploits the low utilization of
time and frequency of a typical radar, as well as the limited
impact of a small bandwidth loss on the radar performance.
We have performed an interference analysis at both the link
and network level and found that with higher penetration,
interference is prevalent. With our proposed approach, we are
able to mitigate interference by shifting radar transmissions in
time. Performance in terms of false alarms, missed detections,
and ranging accuracy are reported, based on high-fidelity sim-
ulations. Future work will consider larger-scale scenarios for
heterogeneous FMCW radars with different bandwidths and
chirp parameters, as well as the interference from multipath.
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