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2019 (Gartner, 2017) . Due to the increased use of smartphones, more and more data is being produced, stored, 35 accessed, and analyzed on these devices at homes, offices, and workplaces on daily basis. This data also 36 includes sensitive and confidential information including personal identifiers, bank account details, and credit 37 card information etc. As much as these mobile devices have become popular and improved worker's output, the 38 security and privacy of sensitive data stored on these devices is still a key problem to be resolved (Krupp et al., 39 2017) . The ever growing popularity of smartphones and mobile devices has resulted in several incentives for the 40 attackers. The attackers are shifting their focus on mobile and hand-held devices as these devices can be stolen 41 easily and victims' confidential data can be compromised. By stealing mobile devices, the attackers can easily 42 reach and contaminate more machines and earn more money by misusing individuals' private details or by 43
