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IntroductIon
Knowledge is a critical component of military 
operations, and the military has been an early 
adopter of knowledge management (KM) tech-
nologies. Significant events include a strategic use 
of tools to filter information into knowledge, the 
designation of knowledge officers in high-level 
strategic positions, and the implementation of 
knowledge systems as a means to support situ-
ational awareness and understanding. Following 
is a brief overview of knowledge management 
within the military and a review of knowledge 




The military is extremely diverse in its knowl-
edge systems and practices. In the collective, the 
military would be the equivalent of many large 
corporate conglomerates, each with multiple 
research and development (R & D) branches. 
Adding to the complexity is the secrecy of many 
of the systems. To attempt to summarize military 
knowledge management in its entirety would be 
presumptuous, if not impossible. Rather, this 
discussion will focus on some representative sys-
tems and approaches being advanced in military-
sponsored KM research and practice. Included 
are comparisons to knowledge-management 
initiatives in the private sector. The discussion 
begins with an overview of private-sector and 
academic-research practices that have carried 
forward into the military.  
relevant research
The importance of knowledge management has 
been equated to the importance of natural re-
sources in previous generations wherein strategies 
that companies once devoted to optimizing capital 
and labor are now being applied to maximize 
the productivity of knowledge resources (Silver, 
2001). A means to maximize productivity in the 




and information resources. Such aggregations 
are increasingly under the umbrella of knowledge 
management.
At a technical level, military knowledge man-
agement is addressed within enterprise-systems 
engineering initiatives, with a current initiative 
force transformation through network-centric 
systems (MIT, 2002). Knowledge systems may 
be an adjunct to specialized computing systems 
or an umbrella under which information and com-
munications technologies can be grouped. Similar 
to the private sector, military KM integrates 
disciplines addressing computer and communica-
tions technology, cognitive science and artificial 
intelligence (AI), and human-computer and 
human-systems integration. There is additional 
research addressing information synthesis or fu-
sion, with XML (extensible markup language) as 
a categorization schema and ontology structure in 
support of semantic understanding. In addition are 
military-specific KM initiatives such as command 
and control, military intelligence, and sensors.
Common to both the military and private sec-
tor is research into mechanisms to consolidate 
data and information into knowledge, and once 
integrated, to understand strategic options and 
cause-effect relationships (Primix Solutions, 
2000). The desired result is improved decision 
making, interorganizational communications, 
cooperation, and interaction (Schwartz, Divitini, 
& Brasethvik, 1999). An example at the macro-
level is Army knowledge management with its 
transformation mission toward a knowledge-based 
organization that integrates best practices into 
professional duties through active involvement 
with the knowledge infostructure (MIT, 2003).
At a microlevel are issues in knowledge design 
that address navigation and search mechanisms 
(Sherman, 2000), and knowledge structures to 
help achieve a goal or objective (Saward, 2000). 
In the military, a current focus is on context to 
help document knowledge flows (Nissen, 2001). 
Metrics are important for the assessment of knowl-
edge initiatives, and means have been advanced to 
address the value of specific knowledge units (Gao 
& Sterling, 2000), to include relevance weight-
ings for context-integration points, and to allow 
the knowledge value added (KVA) methodology 
to ascertain return on knowledge investments 
(Housel & Bell, 2001).  
Both the military and private sector have an 
interest in cognitive understanding and research 
to encode process, procedural, and expert knowl-
edge into software (Storey, Goldstein, & Ullrich, 
2002); to find techniques to capture common-sense 
knowledge in a context-sensitive manner and ex-
tract expert-level specifics (Storey & Day, 2002); 
to derive metacognitive attributes to help define 
relationships between user cognitive needs and 
knowledge metadata (Maule, 1998, 2000, 2001); 
and to implement reasoning tools to identify pat-
terns of behavior to resolve problems or identify 
opportunities (Fensel & Motta, 2001). All of 
these approaches are active in military research 
as a means to structure or derive knowledge for 
decision-support applications.
A next step is to make this processed knowl-
edge readily available. Portals with collabora-
tive tools are mechanisms to establish relevance 
(Silver, 2001); to personalize, sort, and filter 
information (Moore, 2001); and to enhance busi-
ness intelligence with decision support (Ruber, 
2000). A portal with real-time chat and messag-
ing empowers users with collaborative abilities 
(Loria, 2001). In the Navy, portals have become a 
primary means for information, communications, 
collaboration, work-flow coordination, and deci-
sion support (Maule, Gallup, & Schacher, 2003).
Also notable is the trend toward communi-
ties of practice as a means to build knowledge 
expertise. Communities increase social capital 
or the economic value of relationships within an 
organization and therein lower the cost of knowl-
edge. Workers find information more quickly and 
realize overall information efficiencies as a life 
cycle of involvement forms around the knowledge 
community (DoN CIO, 2000). In the military, 
knowledge communities support work-group 
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collaboration around specific knowledge concepts 
or initiatives. They help extend and expedite the 
traditional reach of individuals to colleagues who 
can share knowledge in a just-in-time manner 
(Tate, 2001). For example, the Air Force Materiel 
Command is fielding an Air Force-wide knowl-
edge management initiative using the community-
of-practice methodology to support collaboration 
among a widely dispersed workforce to enable 
teamwork, communication, and sharing within 
a virtual environment (AFMC, 2003).
Warriors need specific data in a timely man-
ner. As in the private sector, semantics, ontology, 
and XML are emerging techniques to support 
transparent, automated knowledge exchange. 
Research in semantics has established that (a) 
content can be embedded with meaning, (b) 
relationships between meanings are delineated, 
and (c) access methods are coordinated around 
those meanings (Grimes, 2002). Semantics can 
additionally characterize participant roles in an 
interaction to establish relationships between enti-
ties, context, and knowledge bases (Storey et al., 
2002). XML provides the syntax and structure, 
and ontology provides the means to define terms 
and relationships (Berners-Lee, Hendler, & Las-
sila, 2001). Value is added through classification 
and metadata (Chandrasekaran, Josephson, & 
Benjamins, 1999).  
Military-specific ontology has been developed 
to aid in experimentation analysis and to contex-
tualize problem scenarios in support of detailed 
situational assessment and understanding (Maule, 
Schacher, Gallup, Marachi, & McClain, 2000; 
Schacher, Maule, & Gallup, 2001). Military-
specific ontology is being developed by agencies 
including DARPA (Defense Advanced Research 
Projects Agency) with its DAML (DARPA agent 
markup language), and the North Atlantic Treaty 
Organization (NATO) with its LC2IEDM (Land 
C2 information exchange data model; NATO, 
2000).  
MIlItary knowledge SySteMS
Similar to KM private-sector research, there are 
many approaches to knowledge management in the 
military, each with its own set of tools, techniques, 
and methodologies. These range from AI-based 
techniques, to the statistical analysis of content, 
to ontology and metadata for categorization, to 
structural methodologies for cognitive profiling 
and user personalization, and to data mining for 
content pattern recognition. In complex environ-
ments, such as the military, an effective approach 
might involve several techniques, multiple tool sets 
in various combinations, and the integration of 
knowledge outputs with current situational data to 
help form an understanding for decision makers. 
The services have taken somewhat different 
routes to KM. The Navy has its wide-reaching 
$6.9 billion Navy-Marine Corps intranet program 
that is converting 200 networks into the world’s 
largest intranet while simultaneously consolidat-
ing date, information, and knowledge resources. 
The Army is using knowledge management as a 
way to centralize systems management at major 
commands under the CIO’s (chief information 
officer’s) office, and the Air Force portal will 
consolidate hundreds of disparate legacy data 
systems into a single decentralized point of ac-
cess (Onley, 2001).
current Practices
Joint-forces operations and cross-service integra-
tion is a current focus in the military. With this 
comes the challenge of data, information, and 
knowledge integration across the services. In 
response to such challenges are new techniques 
to evolve data into information, and informa-
tion into knowledge and understanding. Figure 
1 provides a Navy perspective to illustrate how 
knowledge is evolved from learning and train-
ing to address technology, connectivity, and 
access. Then, information management is where 
data and information are mapped, relationships 
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are explored, and lessons are derived. Finally, 
knowledge management is where human, social, 
and corporate capital are integrated.
Knowledge management in the military is 
often used in the broadest sense to include such 
variables as the management of numerical values 
obtained from automated collection systems, 
qualitative data from human subjective opinions, 
synthetic results from both human and machine 
simulation, and systems output or result sets 
tailored to address specific long-range plans or 
objectives (Maule, Schacher, & Gallup, 2002). 
Military knowledge applications are often de-
signed to support specific strategic, operational, 
or tactical decision-making processes and related 
questions. 
Many knowledge tools are adopted from the 
commercial sector, but there are some notable 
differences in application, especially for warfare. 
Of course, there are unique demands placed upon 
the military for just-in-time knowledge for the 
warriors.  
For example, in corporate knowledge man-
agement, a dynamic situational assessment for a 
real-time attack is not a typical company objective. 
In the military, knowledge systems for such an 
objective would need to help convey understand-
ing. The concept is modeled in Figure 2.  
Military knowledge systems may be called 
upon to integrate information and knowledge 
output with current situational data to form an 
understanding in the mind of the decision maker. 
Understanding requires a real-time context. The 
idea is to develop real-time understanding faster 
than the enemy, and this cannot be achieved if 
decision makers are overloaded with too much 
information. Knowledge should enable a com-
mander to develop an understanding of the situ-
ation, make good decisions, and implement them 
faster than the enemy (Harrigan, Jenkins, Winters, 
Mohs, & Hay, 2001). The Army is attacking 
information overload by developing knowledge 
ontology and infrastructure, evaluating existing 
knowledge-fusion algorithms, and developing 
computational models to address specific knowl-
edge-management needs (MIT, 2002).  
Collaborative tools are important in military 
knowledge systems because they can integrate 
resources to enhance situational awareness and 
understanding. Chat, instant messaging, online 
Figure 1. Evolution from information to knowledge (DoN CIO, 2000)
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meetings, and shared application technologies 
are hallmarks of current knowledge-management 
initiatives (Donnelly, 2003). The integration of 
traditional knowledge technologies with collab-
orative capabilities has increased overall complex-
ity, and knowledge officers have been assigned 
to monitor information flow, encourage the use 
of collaborative planning tools, and assist with 
knowledge-based communications. An example 
is the global war games in which the “knowledge 
warrior” has emerged as a facilitator of informa-
tion for the Commander Joint Task Force with 
responsibilities for shaping knowledge in response 
to information requirements and therein speeding 
decision times within multitiered collaborative 
environments (Harrigan et al., 2001).
Portals are a popular means to provide access to 
information and knowledge repositories. Military 
portal initiatives focus on the aggregation of Web 
services, information sites, collaboration tools, 
and decision-support applications into centralized 
portals (Tate, 2001). Portals are often supported 
through communities of practice to ensure active 
participation by key decision makers. Portals 
additionally offer a means to implement system-
wide security policies through single sign-on and 
common-directory services for the authentication 
of specific information items on a need-to-know 
basis (MIT, 2003). Portals are often implemented 
to provide warriors with access to tacit or know-
how knowledge from communities of practice 
and collaborative access to subject-matter experts 
(Donnelley, 2003). 
Some examples include Army Knowledge 
Online and Navy Knowledge Online that, in ad-
dition to current events and operations, integrate 
e-mail, chat, personal Web portals, and com-
munities (Onley, 2004; Figure 3). The Air Force 
portal gives people the ability to view informa-
tion needed to do their job without regard to the 
system which manages that information such that 
a soldier anywhere in the world can log on to a 
computer, check e-mail, and get the status of an 
order or review a schedule.   
The Army Knowledge Awards Program ac-
knowledges initiatives, programs, and concepts 
that exploit knowledge-management tools and 
principles. The program recognizes KM-based 
reengineering enterprise initiatives that focus on 
major commands, functional areas, and process 
transformation (DOIM, 2004). The Center for 
Army Lessons Learned (CALL) (a) transforms raw 
data into knowledge that can be acted upon, (b) 
sends the knowledge out to the whole organization, 
corporate knowledge Management               Military knowledge Management
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Figure 2. Corporate vs. military knowledge management
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and (c) produces rapid behavioral change based 
on the knowledge. Teams of experts observe mis-
sions firsthand, collect and analyze information, 
ask experts to validate it, and once the informa-
tion is validated, produce lessons learned that are 
delivered as written reports, videos, or simulations 
to the troops (CALL, 2004). 
The Knowledge-Centric Organization (KCO) 
is a Navy initiative wherein personnel organize 
virtually around knowledge needs such that the 
virtual organization becomes an overlay to exist-
ing command structures (Millward, 2000). Focus 
areas include preparation and issues of culture, 
leadership, relationships, and communications; 
knowledge-centric systems and the development 
of strategy, performance measures, and incentives; 
knowledge-centric organizations and the mea-
surement of performance, assessment, validation, 
and strategy revision; knowledge creation and 
brokering to address learning styles and knowl-
edge facilitation and instruction; and knowledge 
communities to aid in knowledge design, mobili-
zation, and connection (DoN CIO, 2000). Sailors 
reporting to a new command would previously 
spend days acclimating to new processes and 
procedures, while with a KCO, learning time has 
been reduced up to 80% as sailors, marines, and 
civilians can immediately access lessons learned 
and command knowledge stored in the knowledge 
systems (Millward).
knowledge Metrics
Metrics are an important component of military 
knowledge-management initiatives. In the private 
sector, requirements and specifications typically 
lead to product evaluations, demonstrations from 
vendors, selection, and implementation. The 
process is somewhat more complicated in the 
military where production selection often in-
volves a rigorous test and evaluation cycle in live 
operational experiments, with a focus on systems 
interoperability and knowledge integration at both 
technical and organizational levels. It is in this 
context that metrics provide the basis for evalu-
ation. A few prominent themes and categories 
of metrics are identified in Table 1. The metrics 
are largely extracted from the research presented 
above, so the references will not be repeated. This 
categorization of knowledge metrics pertinent to 
the military will hopefully aid future researchers 
in military knowledge management.
Metrics addressing cognition consider knowl-
edge needs of classes of decision makers. Initia-
tives may consider metadata and perception, 
visualization, or interpretation. Reasoning models 
specific to a given situation may assess concept 
formation and evolution, collaborative behavior, 
inference, case-based reasoning, problem solving, 
or adaptation and learning. The decomposition 
of interactions, and cause-effect relationships 
based on knowledge and resultant decisions help 
Figure 3. Army knowledge online and navy knowledge online knowledge portals
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in reasoning about information flows. Artificial-
intelligence tools may be tested as aids in the 
information-synthesis and -extraction process.  
Knowledge fusion is a related area providing 
a basis for the integration of content, often ad-
dressing semantics and ontology as the knowl-
edge infrastructure. Fusion research generally 
considers the processes involved in combining 
data and information to produce knowledge to 
make estimates and predictions. As previously 
discussed, in the military, the focus is on situation 
assessment and impact (threat) analysis. Other 
fusion areas address metadata, information in-
teraction and integration, knowledge discovery 
and visualization, and knowledge and informa-
tion flow. Process models are means to capture 
organizational and system processes. Metrics 
may consider the impact of knowledge injects or 
fusions into specific processes.
Collaboration metrics address the results of 
human-human interchanges concerning gener-
ated information, and the impact of new variables 
introduced during the course of any given flow 
of events (ad hoc alliances, changed positions or 
objectives, etc.). Work-flow technologies in the 
military are increasingly grouped under collab-
orative technologies, which are in turn a driving 
force in military knowledge management. Metrics 
would stress integration between supporting tech-
nologies, systems, and organizational processes. 
future trendS
Predicting new developments in knowledge man-
agement in the military is challenging given the 
size of the organizations and the complexity of 
KM Function Metric Categories
Discovery Acquisition, query optimization, indexing, filtering, link analysis, ontology, agents, semantics, concurrency, 
domains, interfaces, visualization, AI tools, sequences, streams, temporal, spatial, clustering, mining, 
pattern matching
Management Logs, interviews, surveys, observers, coverage, evolution, sustenance, reuse, domains, requirements, 
documentation, value added, scalability, planning, scheduling, agents, organization, cleansing, unification, 
maintenance, safety, migration
Performance System, process, communications, events, flows, status, readiness, integration, latency, behavior, 
interoperability, optimization, maintenance, survivability, fault tolerance
Decision Support Effectiveness, efficiency, prediction, integration, representation, reaction, concurrency, agents, 
optimization, disambiguation, categorization, summarization, filters, mining, pattern matching, cleansing, 
unification
Work Flow Planning, scheduling, domains, interfaces, concurrency, agents, sequences, streams, constraints, 
optimization, organization, clustering, unification
Collaboration Synergism, domains, media, interfaces, behavior, agents, temporal, spatial, constraints, organization, 
clustering, pattern matching, unification
Assurance Security, privacy, trustworthiness, authentication, aggregation, nonrepudiation, reliability, survivability, 
validation, consistency, documentation, verification, concurrency, interoperability, constraints, maintenance, 
safety, survivability, fault tolerance
Metadata Schemas, XML structures, objects, inheritance, temporal, spatial, optimization, organization, 
categorization, profiles, clustering, unification, migration
Fusion Algorithms, inference, relationships, uncertainty, ambiguity, ambience, value added, incompleteness, 
concurrency, sequences, streams, temporal, spatial, constraints, optimization, organization, categorization, 
summarization, filters, clustering, pattern matching, cleansing, unification, maintenance, migration, 
ubiquity
Reasoning Integration, multimodal, inconsistency, uncertainty, incompleteness, behavior, agents, AI tools, sequences, 
streams, temporal, spatial, constraints, optimization, organization, disambiguation, filters
Table 1. Military knowledge functions and metric categories
Military Knowledge Management
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the operations. Some trends that do seem certain 
involve the increase in interoperability of knowl-
edge across the branches, likely occurring under 
joint-forces initiatives. Web services will continue 
to expand, integrate operations, and provide a 
means for knowledge sharing to increase situ-
ational awareness and understanding.
Of special interest are emerging opportuni-
ties to synthesize or fuse knowledge, and then 
supplement the collective with visualization or 
reasoning. This may be considered an area of 
research akin to artificial intelligence in the pre-
vious decade, but today it crosses into real-world 
military operations, with concerns in performance 
and decision support.  
Virtualization and distributed knowledge 
through the Global Information Grid and grid 
computing architectures will offer many pos-
sibilities for the cross-pollination of knowledge 
and the integration of previously disparate knowl-
edge operations and applications. The impact of 
peer-to-peer technologies for knowledge sharing 
will be an interesting area for future research. 
Experimentation is currently underway with 
many peer-peer technologies, however, security 
concerns are evident.
concluSIon
Knowledge management is a serious area of in-
quiry in the military. Given the life-threatening 
situations modern warriors confront and the new 
types of behaviors exhibited in conflict, knowl-
edge systems have become a priority area. Many 
knowledge technologies and research approaches 
have come from the commercial sector, while 
many others remain proprietary and  classified. 
This discussion has attempted to provide a bridge 
between public KM technologies and research in 
current military R & D, highlighting common 
areas in each. Examples of military knowledge 
portals and management practices provide some 
insight on current thinking, and the areas synthe-
sized in the metrics and future-trends sections 
above hopefully provide visibility in some of the 
areas in which the military seeks active research 
and development.
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key terMS and defInItIonS
Collaborative Tools: Traditional chat, white-
board, messaging, presentation, VoIP, and con-
ferencing systems. They are a strong component 
of knowledge management in the military.
Communities of Practice: Collaborative 
means to build and share knowledge and expertise, 
increase social capital and the economic value of 
relationships within the military, and lower the 
cost of training. 
Global Information Grid (GIG): The De-
partment of Defense’s next-generation network 
and future infrastructure for advanced data, 
information, and knowledge operations. Current 
GIG initiatives involve high-security systems.
Knowledge Officers: Military officers with 
varying levels of responsibilities depending on the 
service and operation. Navy experimentation has 
involved knowledge officers reporting to a chief 
knowledge officer with overall strategic respon-
sibilities for information and communications.
Knowledge Warrior: A facilitator of informa-
tion with responsibilities for shaping knowledge 
in response to information requirements to speed 
decision times.
Network-Centric Operations: Military 
focus on systems integration and interoper-
ability to provide a common infrastructure for 
data, information, and knowledge applications, 
including the realization of those applications in 
operational settings.
Network-Centric Warfare: Combat based 
on network-centric operations and GIG-type 
infrastructures to provide just-in-time informa-




Portals: Integrative site of sites to personalize, 
sort, and filter information; enhance knowledge 
with intelligence for decision support; and improve 
overall information, communications, collabora-
tion, and work-flow operations. In the military, 
it is a primary means to aggregate systems and 
information services.  
Situational Assessment: Important military 
concept referencing a common operational picture 
that provides current conditions with supporting 
context, knowledge, information, and data.
Understanding: A layer above the traditional 
three-tier model of data, information, and knowl-
edge to address the additional need of military 
personnel for knowledge systems capable of 
conveying understanding or expertise for the 
decision maker.  
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