customer segmentation, customer scoring, target marketing, market-basket analysis, cross-sell, up-sell, customer retention by modeling churn, and so forth. Successful use of data mining helps banks achieve significant increase in profits and thereby retain sustainable advantage over their competitors. From a theoretical perspective, banking technology is not a single, stand-alone discipline, but a confluence of several disparate fields such as finance (subsuming risk management), information technology, communication technology, computer science, and marketing science. Figure 1 depicts the constituents of banking technology. From the functional perspective, banking technology has three important dimensions, as follows:
1. The use of appropriate hardware for conducting business and servicing the customers through various delivery channels and payment systems and the associated software constitutes one dimension of banking technology. The use of computer networks, security algorithms in its transactions, ATM and credit cards, Internet banking, telebanking, and mobile banking are all covered by this dimension. The advances made in information and communication technologies take care of this dimension. 2. On the other hand, the use of advanced computer science algorithms to solve several interesting marketing-related problems such as customer segmentation, customer scoring, target marketing, market-basket analysis, cross-sell, up-sell, and customer retention faced by the banks to reap profits and outperform their competitors constitutes the second dimension of banking technology. This dimension covers the implementation of a data warehouse for banks and conducting data mining studies on customer data.
Figure 1. Different constituents of banking technology
Banking Technology 3. Moreover, banks cannot ignore the risks that arise in conducting business with other banks and servicing their customers, otherwise their very existence would be at stake. Thus, the quantification, measurement, mitigation, and management of all the kinds of risks that banks face constitute the third important dimension of banking technology. This dimension covers the process of measuring and managing credit risk, market risk, and operational risk. Thus, in a nutshell, in 'banking technology', 'banking' refers to the economic, financial, commercial, and management aspects of banking, while 'technology' refers to the information and communication technologies, computer science, and risk quantification and measurement aspects.
Evolution of Banking
Despite the enormous changes the banking industry has undergone through during the past 20 yearslet alone since 1943one factor has remained the same: the fundamental nature of the need customers have for banking services. However, the framework and paradigm within which these services are delivered has changed out of recognition. It is clear that people's needs have not changed, and neither has the basic nature of banking services people require. But the way banks meet those needs is completely different today. They are simply striving to provide a service at a profit. Banking had to adjust to the changing needs of societies, where people not only regard a bank account as a right rather than a privilege, but also are aware that their business is valuable to the bank, and if the bank does not look after them, they can take their business elsewhere (Engler & Essinger, 2000) . Indeed, technological and regulatory changes have influenced the banking industry during the past 20 years so much so that they are the most important changes to have occurred in the banking industry, apart from the ones directly caused by the changing nature of the society itself. In this book, technology is used interchangeably with information and communication technologies together with computer science. The relationship between banking and technology is such that nowadays it is almost impossible to think of the former without the latter. Technology is as much part of the banking industry today as a ship's engine is part of the ship. Thus, like a ship's engine, technology drives the whole thing forward (Engler & Essinger, 2000) .
Technology in banking ceased being simply a convenient tool for automating processes. Today banks use technology as a revolutionary means of delivering services to customers by designing new delivery channels and payment systems. For example, in the case of ATMs, people realized that it was a wrong approach to provide the service as an additional convenience for privileged and wealthy customers. It should be offered to the people who find it difficult to visit the bank branch. Further, the cost of delivering the services through these channels is also less. Banks then went on to create collaborative ATM networks to cut the capital costs of establishing ATM networks, to offer services to customers at convenient locations under a unified banner (Engler & Essinger, 2000) .
People interact with banks to obtain access to money and payment systems they need. Banks, in fact, offer only what might be termed as a secondary level of utility to customers, meaning that customers use the money access that banks provide as a means of buying the things they really want from retailers who offer them a primary level of utility. Customers, therefore, naturally want to get the interaction with their bank over as quickly as possible and then get on with doing something they really want to do or with buying something they really want to buy. That explains why new types of delivery channels that allow rapid, convenient, accurate delivery of banking services to customers are so popular. Nowadays, customers enjoy the fact that their banking chores are done quickly and easily (Engler & Essinger, 2000) .
This does not mean that the brick-and-mortar bank branches will completely disappear. Just as increasing proliferation of mobile phones does not mean that landline telephone kiosks will disappear, so also the popularity of high-tech delivery channels does not mean that physical branches will disappear altogether. It has been found that corporate and older persons prefer to conduct their business through bank branches (Engler & Essinger, 2000) .
The kind of enormous and far-reaching developments discussed above have taken place along with the blurring of demarcations between different types of banking and financial industry activities. Five reasons can be attributed to it:
1. Governments have implemented philosophies and policies based on an increase in competition in order to maximize efficiency. This has resulted in the creation of large new financial institutions that operate simultaneously in several financial sectors such as retail, wholesale, insurance, and asset management. 2. New technology creates an infrastructure allowing a player to carry out a wide range of banking and financial services, again simultaneously. 3. Banks had to respond to the increased prosperity of their customers and to customers' desire to get the best deal possible. This has encouraged banks to extend their activities into other areas.
4.
Banks had to develop products and extend their services to accommodate the fact that their customers are now far more mobile. Therefore demarcations are breaking down. 5. Banks have every motivation to move into new sectors of activity in order to try to deal with the problem that, if they only offer banking services, they are condemned forever to provide only a secondary level of utility to customers (Engler & Essinger, 2000) .
ROLE OF ICT IN BANKING
Technology is no longer being used simply as a means for automating processes. Instead it is being used as a revolutionary means of delivering services to customers. The adoption of technology has led to the following benefits: greater productivity, profitability, and efficiency; faster service and customer satisfaction; convenience and flexibility; 24x7 operations; and space and cost savings (Sivakumaran, 2005) . Harrison Jr., chairman and chief executive officer of Chase Manhattan, which pioneered many innovative applications of ICT in banking industry, observed that the Internet caused a technology revolution and it could have greater impact on change than the industrial revolution (Engler & Essinger, 2000) . Technology has been used to offer banking services in the following ways (Sivakumaran, 2005) . But this was due to the false, unrealistic expectations tied to it. Some of the factors that were detrimental in bringing down, or rather, not being supportive, are low Internet penetration, high telecom tariffs, slow Internet speed and inadequate bandwidth availability, lack of extended applications, and lack of a trusted environment.
• Mobile banking however is being regarded in the industry as "the delivery channel of the future" for various reasons. First and foremost is the convenience and portability afforded. It is just like having a bank in the pocket. Other key reasons include the higher level of security in comparison to the Internet and relatively low costs involved. The possibility that customers will adopt mobile banking is high, considering the exponential growth of mobile phone users worldwide. Mobile banking typically provides services such as the latest information on account balances, previous transactions, bank account debits and credits, and credit card balance and payment status. They also provide their online share trading customers with alerts for pre-market movements and post-market information and stock price movements based on triggers.
Another fallout of the ICT-driven revolution in the banking industry is the Centralized Banking Solution (CBS). A CBS can be defined as a solution that enables banks to offer a multitude of customer-centric services on a 24x7 basis from a single location, supporting retail as well as corporate banking activities, as well as all possible delivery channelsexisting and proposed. The centralization thus afforded makes a "one-stop" shop for financial services a reality. Using CBS, customers can access their accounts from any branch, anywhere, irrespective of where they physically opened their accounts. The benefits offered by CBS are:
• Offer a "one-stop" IT management shop. • Make banks prepared for current as well as future requirements.
• Decrease the risks arising from solutions requiring multiple components and multiple vendors.
• Improve the returns via seamless integration of software and hardware services.
• Provide a greater choice through the availability of an array of technologies (Sivakumaran, 2005) .
Information technology has not only helped banks to deliver robust and reliable services to their customers at a lower cost, but also helped banks make better decisions. Here a data warehouse plays an extremely important role. It essentially involves collecting data from several disparate sources to build a central data warehouse to store and analyze the data. A data warehouse in a bank typically stores both internal data and data pertaining to its competitors. Data mining techniques can then be applied on a data warehouse for knowledge discovery (Hwang, Ku, Yen, & Cheng, 2004) . Data warehousing also allows banks to perform time series analysis and online analytical processing (OLAP) to answer various business questions that would put the banks ahead of their competitors.
Apart from the market-driven reasons, compliance-driven reasons are also there behind banks establishing a data warehouse. Basel II accord is one such compliance. Basel II is one of the largest financial shake-ups in recent times; it will eventually lead to new rules and regulations for the banking industry worldwide. Banks were supposed to have their processes and systems in place by the start of 2007, which was when the Basel Committee on Banking Supervision planned to implement the Accord. The crux of Basel II is to ensure that financial institutions manage risk so that they have the adequate capital to cover exposure to debt. Banks will have to carry out a fundamental review and overhaul of their processes and systems in order to achieve compliance. Technology will be at the core of their strategies to meet Basel II requirements.
The construction of a historical data store is a key IT initiative that must be pursued on a priority basis within Basel II programs. This will collect up to three years of operational risk data and up to seven years of credit risk data, and will act as a stepping stone towards a 'single customer view' for managing risk at an individual customer level (Porter, 2003) .
The next wave in ICT-driven banking resulted in the creation of the Society for Worldwide Interbank Financial Telecommunication (SWIFT), which is a financial-industry-owned cooperative organization. SWIFT provides secure, standardized messaging services and interface software to 7,650 financial institutions spread over 200 countries. SWIFT's worldwide community includes banks, broker/dealers, and investment managers, as well as their market infrastructures in payments, securities, treasury, and trade. Establishment of SWIFT is a landmark development in worldwide payment systems in banks and financial institutions. SWIFT, through its comprehensive messaging standards, offers the financial services industry a common platform of advanced technology and access to shared solutions through which each member can communicate with its counter party. SWIFT works in partnership with its members to provide low-cost, competitive financial processing and communications services of the highest security and reliability. It contributes significantly to the commercial success of its members through greater automation of the end-to-end financial transaction process, based on its leading expertise in message processing and financial standards setting. Thus SWIFT is another important product of the applications of information and communication technologies in the banking industry (Graham, 2003) .
Negative Effects of ICT in Banking, and Solutions Offered by ICT
While ICT provides so many advantages to the banking industry, it also poses security challenges to banks and their customers. Even though Internet banking provides ease and convenience, it is most vulnerable to hackers and cyber criminals. Online fraud is still big business around the world. Even though surveillance cameras, guards, alarms, security screens, dye packs, and law enforcement efforts have reduced the chances of a criminal stealing cash from a bank branch, criminals can still penetrate the formidable edifice like the banking industry through other means. Using Internet banking and high tech credit card fraud, it is now possible to steal large amounts of money anonymously from financial institutions from the comfort of your own home, and it is happening all over the world (Graham, 2003) .
Further, identity theft, also known as phishing, is one of the fastest growing epidemics in electronic fraud in the world. Identity theft occurs when "fraudsters" gain access to personal details of unsuspecting victims through various electronic and non-electronic means. This information is then used to open accounts (usually credit card), or initialize loans and mobile phone accounts or anything else involving a line of credit. Account theft, which is commonly mistaken for identity theft, occurs when existing credit or debit cards or financial records are used to steal from existing accounts. Although account theft is a more common occurrence than identity theft, financial losses caused by identity theft are on average greater and usually require a longer period of time to resolve (Graham, 2003) .
Spam scams involve fraudsters sending spam e-mails informing customers of some seemingly legitimate reason to login to their accounts. A link is provided in the e-mail to take the user to a login screen at their bank site; however the link that is provided actually takes the user to a ghost site, where the fraudster can record the login details. This information is then used to pay bills and or transfer balances for the fraudster's financial reward (Graham, 2003) .
Card skimming refers to the use of portable swiping devices to obtain credit card and EFT card data. This data is rewritten to a dummy card, which is then usually taken on elaborate shopping sprees. As the fraudster can sign the back of the card himself or herself, the merchant will usually be unaware that they have fallen victim to the fraud.
One can curb these hi-tech frauds by using equally hi-tech security mechanisms such as biometrics and smart cards. The key focus in minimizing credit card and electronic fraud is to enable the actual user of the account to be correctly identified. The notion of allowing a card to prove your identity is fast becoming antiquated and unreliable. With this in mind, using biometrics to develop a more accurate identification process could greatly reduce fraud and increase convenience by allowing consumers to move closer to a "no wallet" society. The main forms of biometrics available are fingerprint identification, palm print identification, facial recognition, iris recognition, voice recognition, and computer-recognized handwriting analysis (Graham, 2003) .
Many industry analysts such as the American Bankers Association are proposing that the smart payment cards are finally poised to change the future of electronic payments. The smart card combines a secure portable payment platform with a selection of payment, financial, and nonfinancial applications. The reach of the smart card potentially goes beyond the debit and credit card model. Instead of a smart card, ISO uses the term 'integrated circuit card' (ICC), which includes all devices where an integrated circuit is contained within the card. The benefits provided by smart cards to consumers include: convenience (easy access to services with multiple loading points), flexibility (high/low value payments with faster transaction times), and increased security. The benefits offered to merchants include: immediate/guaranteed cash flow, lower processing costs, and operational convenience (Graham, 2003) .
CRM THROUGH DATA MINING
Despite investing enormously into the ICT paraphernalia for providing better services to customers, banks cannot take their customers for granted. Unlike olden days, the customers have become more demanding. In other words, if customers are dissatisfied with the services of a particular bank, they immediately shift loyalties to its competitors. Hence, like in other businesses such as retail and insurance, banks have made a paradigmatic shift in their marketing strategies. Consequently, the age-old product-focused strategy has given way to a customer-focused strategy. Hence, building profitable and long-lasting relationships with customers has become paramount to banks. This is precisely where CRM plays a critical role. The main objective of CRM is to make long-lasting and profitable relationships with customers.
The successful adoption of IT-enabled CRM redefines the traditional models of interaction between a business and its customers both nationally and globally. CRM promises achieving corporate objectives, which involves continuous use of refined information about current and potential customers. With IT and communication technologies, banks can offer their customers a variety of products, lower prices, and personalized service. The effective management of information and knowledge is important to CRM for product tailoring and service innovation. It provides a single and consolidated view of the customer, calculating the value of the customer, establishing a strategy for multi-channel-based communication with the customer, and designing personalized transactions. CRM together with data mining helps banks improve their marketing policies to attract more customers and thereby increase their profit. Customer knowledge is recognized as an asset. IT is the enabling technology for discovery and management of customer knowledge (CRM in UK ref). With the IT-enabled CRM, relationship marketing has become a reality in recent years to gaining competitive advantage (Rygielski, Wang, & Yen, 2002) .
Data mining tools can answer business questions very quickly and accurately now due to the information available, but in the past that was time consuming to pursue. The advent of the Internet has undoubtedly contributed to the shift of marketing focus, as online information is more accessible and abundant. Collecting customer demographic and psychographic data and its analysis makes target marketing possible. Knowledge discovery in databases (KDD) or data mining activities can be categorized into three major groups: discovery, predictive modeling, and forensic analysis. Data mining performs analysis that would be too complicated for traditional statisticians (Rygielski et al., 2002) . Most of the banks are investing large amounts of money to collect and store transactional, demographic, and psychographic data of customers. The emphasis is now on how to effectively utilize the customer databases to manage the customer relationship. The potential difficulty of converting data into profits lies in obtaining relevant information from the data and customize the marketing mix policies to satisfy the consumer's wants and needs (Li, Xu, & Li, 2005) .
Banks employ data mining for the following tasks:
1. Card marketing: By identifying optimal customer segments, card issuers and acquirers can improve profitability with more effective acquisitions and retention programs, targeted product development, and customized pricing. 2. Cardholder pricing and profitability: Card issuers can take advantage of data mining to price their products so as to maximize profit and minimize loss of customers. They can also perform risk-based pricing. 3. Predictive lifecycle management: Data mining helps banks predict each customer's lifetime value and to service each segment appropriately. 4. Forensic analysis: It is unusual to employ data mining for forensic analysis in many domains, but in banking it is a common practice, to look for deviations in the data for fraud detection. Businesses must have to use technology responsibly in order to achieve a balance between privacy rights and economic benefits. Current CRM solutions are not ensuring customer information privacy fully (Rygielski et al., 2002) . 5. Cross-sell/up-sell: Using data mining, banks can cross-sell or up-sell their products to customers. 6. Customer churn modeling: Customer churn modeling is an important problem for banks and financial institutions to grapple with. Churn happens when existing customers become disgruntled with some aspects of the service of a given bank and shift loyalties to one of its competitors. Data mining techniques are extremely useful in identifying potential churners and giving banks early warning signals. Once potential churners are identified, banks take remedial actions to prevent such customers from leaving. This is because acquiring new customers is time consuming and more expensive than retaining the existing customers. 7. Anti-money laundering: Money laundering, considered a major financial crime, is the process of illegally transferring money from one country to another in an innocuous manner so that it goes undetected by law enforcement agencies. With development of global economy and Internet banking, it is predicted that money laundering crimes will become more prevalent, more difficult to investigate, and more detrimental to the economy and financial systems. The investigation of money laundering crimes involves reading and analyzing thousands of textual documents to generate crime group models (Zhang, Salerno, & Yu, 2003) . The use of international trade to transfer money undetected between countries is an old technique to bypass the government scrutiny. This is achieved by either overvaluing imports or undervaluing exports. This approach of money transfer need not be used to fund terrorist activities alone, but also can be used to evade taxes (Zdanowicz, 2004) . Data mining is extremely useful in tackling the problem, and techniques like Web mining, text mining, collaborative filtering, social network analysis, and link discovery based on correlation analysis are nowadays used to trace the links between transfer of high-value amounts (Zhang et al., 2003) . Figure 2 succinctly captures various applications of data mining in banking and finance.
Figure 2. Applications of data mining in banking
Business process re-engineering is increasingly important as a way for companies to remain competitive. Process orientation combined with IT can yield tremendous performance improvements in companies. The banking sector is also demanding reengineering due to changes in economic setting, consumer needs, and market competition, and requires a redesign of current account-oriented and product information technology systems to customer-oriented systems. The majority of current banking IT systems adopt an account-oriented approach, thus limiting flexibility either to create strong relationships with their existing customers or to attract new ones with increased marketing efforts. Hence, there is a practical need for reengineering of both banking business processes and their associated information systems. It was found that object-oriented methods are useful for business process reengineering as they can form a basis for representing banking business processes and information systems (Mentzas, 1997) .
ROLE OF COMPUTER SCIENCE IN RISK MANAGEMENT IN BANKING
The quantification, measurement, mitigation, and management of risks occurring in banks while conducting their business are an integral part of successful and efficient banking operations. Risk is defined as the potential for realization of unwarranted consequences of an event. In view of the foregoing discussion in previous sections, it is clear that IT has become essential for the smooth running of the banks' operations. Even in the area of risk management, various areas of computer science are employed like never before and the growth has been tremendous. Various statistical and computer science algorithms are used for quantifying the risk whose information can then be used by the management team in hedging the risk through various countermeasures as applicable. In the banking scenario, risks can be broadly classified into three categories: credit, market, and operational risks. Credit risk is the risk of a counter party not meeting its obligations. Various credit-scoring models are developed in order to evaluate a counter party's creditworthiness, whose information can be very valuable when the management makes the decision of whether or not to grant a loan to a counter party.
In the past decade, many modeling alternatives, like traditional statistical methods, non-parametric methods, and artificial intelligent techniques, have been developed in order to successfully handle credit scoring tasks. Discriminant analysis and logistic regression are the most commonly utilized statistical credit scoring techniques, though often being criticized due to their strong model assumptions and poor credit scoring capabilities. On the other hand, the artificial neural networks are attractive alternatives in handling credit scoring tasks due to their associated memory characteristic, generalization capability. Even with the above-mentioned advantages, neural networks are criticized for long training process in designing the optimal network's topology and difficulties in interpreting the knowledge learned by the weights of the network. Li et al. (2003) reported that classification trees are more suitable than logistic regression in credit scoring applications. Later hybrid models involving multivariate adaptive regression splines (MARS) and neural networks (Lee et al., 2005) , a new fuzzy support vector machine (Wang, Wang, & Lai, 2005) , genetic-fuzzy and neuro-fuzzy classifiers (Hoffmann, Baesens, Martens, Put, & Vanthienen, 2002) , backpropagation neural networks with discriminant analysis (Lee et al., 2002) , clustering and neural networks (Hsieh, 2005) , radial basis function network with softmax activation function (Sarlija, Bensic, & Zekic-Susac, 2006) , and two-stage genetic programming (Huang, Tzeng, & Ong, 2005) were proposed for credit scoring problems.
According the Basel Committee, operational risk is defined as "the risk of loss resulting from inadequate or failed internal processes, people and systems or from external events." This kind of risk is most difficult to anticipate and hence manage because of its unpredictable nature. Many sophisticated methodologies have been proposed in order to quantify operational risk in recent times. The methodologies range from simple mathematical methods to sophisticated soft computing methods. Scandizzo (2003) discussed the use of fuzzy logic in the measurement of operational risk. He developed a clustering algorithm based on a fuzzy algebra that produces a ranking of the business units within a financial institution.
Both linear and non-linear models have been developed for the measurement of operational risk. Linear models include regression models, discriminant analysis, and so forth. The nonlinear models, based on artificial intelligence, try to capture the non-linearities in operational risk. Neural networks are an alternative to nonparametric regressions. Bayesian belief networks have attracted much attention recently as a possible solution to the problems of decision support under uncertainty. Bayesian networks provide a lot of benefits for data analysis. Firstly, the model encodes dependencies among all variables and it also handles missing data. Secondly, they can be used to learn causal relationships and hence used to gain an understanding of problem domains and to predict the consequences of intervention.
Data mining can be extremely useful in estimating hidden correlations and patterns of losses related to operational risk in large organizations, where these operational losses can be correlated to a number of unimaginable factors. And the simplest correlation techniques might not work efficiently or uncover hidden patterns or correlations. Fuzzy set theory facilitates decision making where there are vague or subjective judgments as inputs to the decision process. In banks in which less sophisticated techniques have been put in place, fuzzy logic can help in optimizing tasks such as the classification or ranking of operational risk, or even in allocating a certain capital to complex transactions where a history of losses may be very difficult to collate (Scandizzo, 2003) .
Market risk can be broadly classified into interest rate risk, foreign exchange rate risk, and liquidity risk. Interest rate risk and foreign exchange rate risk are modeled and predicted by using time series methods, neural networks, decision trees, and so forth.
ROLE OF IT IN DATA STORAGE AND INFORMATION SECURITY IN BANKING
An interesting and useful way of storing information for banks with business presence in several countries is with a storage area network (SAN). A SAN is a dedicated, centrally managed, secure information infrastructure, which enables any-toany (n-to-n cardinality) interconnection of servers and storage systems. Using SAN, banks can store their wealth of information in an organized, secure, and easily accessible manner. SAN offers the following advantages:
• It provides the connectivity of SAN with an ATM or a Gigabit Ethernet.
• (Tanna, 2002) .
Having stored a lot of sensitive and confidential financial data about their customers in information systems, the banks have to worry about making them secure enough, because the customers ultimately trust the banks for the safety of their information. There is a great chance for data to be misused when transactions are made on the Internet. To avoid such catastrophic developments, the banks must deploy a very powerful and reliable mechanism for securing the data. Some of the ways to introduce security in a bank using cryptographic algorithms are as follows (Tanna, 2002) 
ROLE OF IT IN BCP/DR IN BANKING
Business continuity planning and disaster recovery is very much critical to ensure successful and continuous operations in banks and financial institutions. Business disruptions occur for both foreseeable and unforeseen reasons, such as terrorist attacks, floods, earthquakes, and landslides. While the probability of occurrence of any individual event may be negligibly small, the business impact of disruptions can be immense. To survive, banks must protect their business against crises. This is not simply by taking property and casualty insurance on capital items and human resources, but by preparing comprehensive and robust business continuity plans (BCPs) that ensure business operations are resilient, the impact on customer service is minimized, financial losses are reduced, and regulatory compliance is maintained in the event of crisis. Customer loyalty, business reputation, and public trust must be protected by an effective and actionable BCP when a disaster strikes. Business continuity planning is about maintaining, resuming, and recovering business operationsnot just the recovery of the information system. The planning process should include: risk and business impact analyses; risk management and crisis response action plans; monitoring and testing of operations, regulatory compliance, and recovery plans; awareness planning; and periodic reviews and revisions. Physically, banks can have a mirror site, which will act as a hot redundant unit to the original site where disaster may strike and business can be conducted as usual in a seamless way. However, software solutions to BCP are also possible. Software solutions provide support throughout the BCP process, enhancing banks' existing assets and capabilities with proven products and services that help banks in assessing likely impacts, avoiding known risks, planning recovery options, managing and implementing recovery mechanisms, monitoring the health of banks' operations, and automating action and awareness activities (Business Continuity Planning for Banking and Finance, 2007) .
CONCLUSION
This chapter describes in a nutshell the evolution of banking and defines banking technology as a consortium of several disciplines, namely financesubsuming risk management, information and communication technology, computer science, and marketing science. It also highlights the quintessential role played by these disciplines in helping banks: (1) run their day-to-day operations in offering efficient, reliable, and secure services to customers; (2) meet their business objectives of attracting more customers and thereby making huge profits; and (3) protect themselves from several kinds of risks. The role played by smart cards, storage area networks, data warehousing, customer relationship management, cryptography, statistics, and artificial intelligence in modern banking is very well brought out. The chapter also highlights the important role played by data mining algorithms in helping banks achieve their marketing objectives, fraud detection, anti-money laundering, and so forth. In summary, it is quite clear that banking technology has emerged as a separate discipline in its own right. As regards future directions, the proliferating research in all fields of ICT and computer science can make steady inroads into banking technology because any new research idea in these disciplines can potentially have a great impact on banking technology.
