Abstract-Routing protocols in Wireless Sensor Network (WSN) are responsible for propagating and coordinating of information transfer from one end of the network to the other. Dynamic Window Secured Implicit Geographic Forwarding (DWSIGF) is a robust, cross layer, security bound routing protocol that propagates information in a multi-hop network using the greedy and random forwarding strategies. These strategies are known for their poor resistivity to interference and erratic behavior in path selection. In this paper, we propose a forwarding strategy that uses an optimal distance to mitigate these problems. The optimal distance is computed based on the path loss coefficient and energy dissipated in the hardware (sensor). Extensive simulations have been conducted to evaluate the performance of the proposed approach. The results illustrate that the proposed approach performs better than the compared strategies in terms of packet delivery ratio and energy consumption.
I. INTRODUCTION WSIGF is a security bound cross-layer location based routing protocol that employs the concept of lazy binding and dynamism to coordinate routing activities [1] , [2] . It uses the greedy and random forwarding strategies for relay node selection. The greedy (maximum distance) strategy is the most popular and highly adopted strategy in WSNs, it selects the node within its transmission range that makes the most progress towards its destination. This method is presumed to be energy efficient since it tries to minimize the number of hops within the network. It is also known to cause early node death since a greater amount of energy is consumed for radio transmission, as this is directly proportional to distance squared [3] , while the random strategy is known as the most erratic forwarding process, it chooses relay nodes within its range in a random manner. In this strategy, the number of hops and energy consumption within the network is unpredictable. However the strategy is still employed as it provides better security to a network with malicious attackers, aiding in preventing the attacker from carrying out spatial traffic analysis on the network's traffic. These strategies are part of the active energy conservation methods employed in the routing layer of most protocols to mitigate energy consumption when propagating a message from one end of a multi-hop network to another [4] .
In DWSIGF, routing begins when a sender S, on sensing an idle channel, broadcasts an Open Request to Send (ORTS -a modified Request To Send frame). Nodes located within the sextant region are considered as the candidate nodes that will be selected for the forwarding process [1] , [5] , [6] as seen in Fig.1 . Each node within the sextant sets its Clear To Send (CTS) response timer according to its distance from S while simultaneously sending a CTS frame to S. A random time (in milliseconds) is set by S for collecting the CTS frames from the candidate nodes, this period of CTS collection is known as the dynamic collection window period. The forwarding node is selected based on the distance criteria; Greedy (DWSIGF-G) or random (DWSIGF-R) and least CTS response time. The response time on expiry, causes other nodes overhearing the broadcast to cancel or suppress their timers once the forwarding node is selected [5] , [7] . Once the suppression is completed, the sender S sends the DATA frame and waits for an acknowledgement (ACK) to confirm the reception of the DATA frame. The greedy and random strategy employed influence sporadic selection of nodes, causing nodes communicating to deviate from the normal path set from source to the destination. This has resulted in unstable behavior and poor performance in the network In this paper, an optimal forwarding strategy DWSIGF-O is proposed to mitigate the energy consumed in relaying the data, path loss and sporadic node selection. It employs multiple hops created by selecting nodes with optimal hop distances within its range. Simulation experiments have been used to evaluate performance of the proposed strategy. The DWSIGF-O is compared with the DWSIGF-G and DWSIGF-R to determine its performance. The simulation results demonstrated that DWSIGF-O provides a stable and consistent performance as compared to the other strategies in terms of packet delivery and total energy consumed. The rest of the paper is organized as follows; Section II discusses some related works. Section III explains how we derived the optimal distance utilized for node selection. Section IV presents simulation and results Section V concludes the paper by summarizing the results and future works. 
II. RELATED WORK
In this section, we review few researches that have studied the effects of the forwarding strategies in some routing protocols. These researches consider the effect on energy, as all aspect of proper WSN design from low-level hardware design to high-level communication protocol depends on understanding the energy consumption characteristics. The researches review are as follows:
In [8] , it was suggested that a protocol running almost exclusively on local information requires transmission only over small distances, claiming it conserves energy and reduces interference. However, the protocol utilized for the study was not compared to any similar existing protocol with a different approach in terms of distance chosen for the propagation.
In [9] a different conclusion was reached as compared to [8] , stating that in some cases, energy consumption is minimized at the highest allowable transmission distance instead of the minimum distance. This is because the minimum distance causes overlap of vicinities and nodes which fall between this overlap are exposed to multiple overhear of transmissions. Thus, the amount of energy consumed in the network increases. Similarly both [8] , [9] ignored to investigate the effect of randomly selected distances in their study.
In [10] , a Location Aided Congestion Aware Routing protocol (LACAR) compared three distance based routing scheme (maximum, random and minimum). On the basis of packet delivery, it was concluded that considering the effect of probability of error due to path loss and collision, where the highest was found in maximum and lowest in minimum distance forwarding strategy. Whereas, on the basis of energy consumption, the highest was found in the minimum distance and lowest in random distance. This was due to increased number of hops as the data traverses the network before reaching its destination when using the minimum distance approach.
In [11] performance analysis between DWSIGF and Secured Implicit Geographic Forwarding protocol (SIGF) was undertaken, comparing only the random and greedy strategy. in terms of total energy consumed. The protocols consumed least energy and highest energy using greedy and random strategy, respectively. This is because the greedy strategy used the least number of hops while more hops are used in random strategy, when propagating data from one end of the network to the other.
In this paper, an optimal forwarded strategy is proposed to alleviate the above mentioned problems.
III. OPTIMAL DISTANCE.
The proposed approach (optimal forwarding strategy) depends on the path loss coefficient and the energy consumption of the hardware. To address our problems, we adopted the first order radio model used in [11] to compute energy consumption of DWSIGF (Fig 2) . The parameters; = 50 / and = 100 / / 2 are slightly better than the current radio design parameters [12] . comprises of energy dissipated in the oscillator, frequency synthesizer, mixers, filters, baseband processing etc., while the is the energy needed by transmitter, Both of which constitute the hardware energy. Path loss coefficient signifies the rate at which a signal decays as seen in Fig.2. , n is the exponent of d. Using this parameters, we derived the optimal distance from (4) as adopted from [13] [14] [15] = √ ( −1)
Fig. 2. First Order Radio Model
Where d is the optimal distance.
The value of "d" obtained is used to select the candidate relay node that was captured together with other nodes within the fixed broadcast range in the sextant (Fig.1) . Optimal distance "d" is maintained as the common transmission distance for all hops that are needed to traverse the network. This distance will provide less chance for interference since it is much lesser than that used in the greedy form of propagation and reduce sporadic selection in path as it always limits its propagation in the direction of the destination node which is unlike the random forwarding strategy. The dense deployment of the nodes has made the proposed approach feasible in the DWSIGF routing protocol since there are always relay nodes to select from whenever the routing process is initiated.
IV. SIMULATION AND RESULTS
Assumptions made in [11] were maintained and unlike [1] , performance of the protocol was monitored in an attacker-free network. MATLAB was used for our implementation. The simulation was run within a terrain of 150 X 150 meters with 196 nodes spread uniformly across the terrain, with each node having a communication range 40 meters (radius). All parameters utilized are shown in Table 1 .
The obtained results (packet delivery ratio and total energy consumed) considered is a mean of hundred simulation runs, it tests many to many CBR flows with six senders situated at the left side of the terrain and two receivers at the right of the terrain. The simulation evaluated the protocols (DWSIGF-G, DWSIGF-R and DWSIGF-O) under increasing CBR traffic loads until the traffic reaches 10 packets per second.
A. Packet Delivery Ratio (PDR)
PDR serves as a measure of effectiveness of node-tonode mapping for ensuring connectivity between sources and destinations, thus the higher the PDR, the better the performance of the protocol.
In Fig.3 , it can be observed that both DWSIGF-G and DWSIGF-O has PDR ranging from 97% to 95%, while the DWSIGF-R ranges from 96% to 86% under increasing traffic load. The drop in PDR when increasing traffic load is due to increased collision in the network thus making it difficult to keep node connectivity.
The tight mapping of nodes due to optimal distance presented in our approach (DWSIGF-O) led to a better reduced value for probability of error due to path loss and collision than in DWSIGF-G thus slightly outperformed. While the poor performance in DWSIGF-R was due to erratic behavior which resulted in loose mapping and higher chances of interference 
B. Energy Consumption
Total energy consumed in the network sums up both the transmitted and received energy dissipated during the communication process. This includes energy spent in control and data messages for both the transmit and receive mode.
In Fig 4, DWSIGF-O presents a slightly consistent pattern of energy consumed as compared to DWSIGF-G and DWSIGF-R. This is due to the fixed optimal distance used throughout the routing process, since energy is affected by distance. In DWSIGF-G and DWSIGF-R, every hop uses a different value for distance. This variability in distance is the main cause of the fluctuations in pattern of energy consumed as observed in the Fig. 4 .
Also, DWSIGF handshaking process, utilizes its dynamic collection window period to collect variable number of candidate nodes from which the relay node is selected (in each hop). Variability in number of candidate nodes implies variability in receive energy which also account for the fluctuation in energy pattern in all the forwarding strategies.
DWSIGF-O mitigates path dilatation and maintains a slightly consistent pattern behavior, presenting a more stable feature as compared to its counterparts. It however suffers from range-distance overlap and increased number of hops which causes the increase in energy consumed. On the other hand, DWSIGF-G consumes the least amount of energy when compared to both DWSIGF-R and DWSIGF-O. This is because nodes chosen are nodes that make the maximum progress towards the destination which in most instances is almost as equal to maximum transmission range. This results in lesser number of hops and eliminates the range distance overlaps affecting hop to hop communications.
V. CONCLUSION
In this paper, we proposed a forwarding strategy for the DWSIGF routing protocol. The strategy uses optimal distance which is dependent on path loss coefficient and energy consumption of the hardware. A number of simulation experiments have been used to evaluate the strategy. The simulation results showed that the proposed approach provides a better stable performance when compared to its counterparts in terms of packet delivery ratio and energy consumption
In the paper, the security mechanism performance in the DWSIGF routing protocol have not been explored. Therefore further tests will be investigated on this mechanism in the future work of this research.
