ABSTRACT Wireless sensor networks (WSNs) have been broadly used in various areas of commercial applications as well as public services. Furthermore, emerging unmanned aerial vehicles (UAVs) have been combined into many existing technologies. By employing UAVs in WSNs, sensor data can be effectively collected and the network lifetime is prolonged with reduced energy consumption. In the UAV-aided WSNs (UWSNs), medium access control (MAC) is very important because it affects not only the system performance but also the energy efficiency in battery-powered sensor nodes. It should be noted that the tiny sensor nodes are typically disposable and their batteries are not replaceable in most applications. Thus, a number of MAC protocols with different objectives have been designed for UWSNs. To the best of the authors' knowledge, there is no survey on MAC protocols for UWSNs in the literature. In this paper, the various MAC protocols for UWSNs are extensively investigated and qualitatively compared with each other in terms of major features, characteristics, and pros and cons. Moreover, open issues and challenges in the design of the MAC protocols for the UWSNs are discussed.
I. INTRODUCTION
The popularity of wireless sensor networks (WSNs) in various domains of ubiquitous and pervasive computing is rapidly increasing owing to their low-price, low power, and multi-functional sensor devices. Sensor nodes detect the surrounding environment, process the sensed data, and transfer the collected data to the sink node or base station (BS). WSNs have been widely used in various applications such as intrusion detection [1] , wildlife habitat monitoring [2] , climate control [3] , and disaster management [4] . In battery-powered WSNs, energy efficiency is one of the most important design criteria in demanding applications [5] . In particular, a large amount of energy is wasted during data transmission and reception. Therefore, greater energy efficiency could be achieved by managing the radio transmission activities of WSNs.
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Unmanned aerial vehicles (UAVs) are devices that are pervasively used in various military and civilian fields. Some practical applications of UAVs can be seen in post-disaster operation [6] , [7] , surveillance and reconnaissance [8] , border supervision [9] , autonomous tracking [10] , secured transmission in hyper dense networks [11] , traffic offloading for BSs through optimized UAV's trajectory [12] , multi-UAV relaying schemes [13] , the performance improvement of small cell networks employing UAVs [14] . Incorporating UAVs in WSNs proves to be an advantageous technique in communications. Recently, UAV-aided WSNs (UWSNs) have gained significant attention in the research community because of their inherent characteristics, such as easy deployment, low maintenance cost, improved safety for humans, and high maneuverability. In UWSNs, UAVs can be effectively utilized for several different purposes, such as in deployment of sensor nodes [15] , wireless power transfer in WSNs [16] , data gathering from ground sensor nodes, maintaining connectivity, and localization of sensor nodes [17] .
In UWSNs, UAVs are used to receive data from sensor nodes directly, which greatly reduces the communication between sensor nodes and saves the energy required for listening to neighbors. Another advantage of using UAVs in WSNs is the presence of a free space between the sensor fields and UAVs. The free space reduces the chances of signal decaying, which is very prominent in sensor-to-BS communication. In addition, UAVs can detect weak signals because they are equipped with high-level signal processing units and multiple antennas. Different models and strategies for UWSNs are presented in [18] . The framework of UWSNs is shown in Figure 1 . In UWSNs, several issues must be addressed in the medium access control (MAC) layer, which otherwise guarantees a high network throughput, low energy consumption, and a negligible interval for sending data [19] . Existing MAC protocols designed for WSNs or UAVs do not perform well in UWSNs because of the high mobility of UAVs and the limited contact time between UAVs and sensor nodes. Even though there are some similarities between UWSNs and vehicular ad hoc networks (VANETs), the MAC protocols utilized in VANETs are unsuitable for UWSNs owing to the densely employed sensor nodes, which results in collisions while communicating with UAVs.
Due to the rapid mobility of UAVs, the dynamic change of network topology, and the constraints of operation time and energy in UWSNs, designing an efficient MAC protocol that addresses abovementioned issues is a challenging task. A number of MAC protocols have been reported for UWSNs, which address benefits as well as some issues faced when UAVs are used for data gathering from ground sensor nodes. In this survey, the existing MAC protocols designed for UWSNs are comparatively studied and some key points are discussed. To the best of authors' knowledge, this is the first survey on MAC protocols for UWSNs. In this paper, we have surveyed the state-of-the-art MAC protocols and compared them in terms of pros and cons as well as operational characteristics. The comparison results helps to obtain better ideas and options when either choosing an existing MAC protocol or designing a new one for a specific application. The main contributions of this study are as follows:
• An extensive review of the existing MAC protocols for UWSNs is presented. MAC protocols for WSNs and UAV networks are also overviewed as preliminaries because they form one of the components for UWSNs.
• The existing MAC protocols are categorized into contention-based, contention-free, and hybrid MAC protocols. Subsequently, they are thoroughly compared based on their main characteristics, advantages, and limitations.
• Finally, important open issues and research challenges for designing an efficient MAC protocol for UWSNs are technically discussed.
The remainder of the paper is organized as follows: In the following section, MAC layer issues and the state-ofthe-art MAC protocols for WSNs and UAV networks are overviewed as preliminaries. In Section III, MAC protocols for UWSNs are grouped under contention-based, contentionfree, and hybrid protocols and discussed in detail. A comparison of existing MAC protocols for UWSNs is presented in Section IV. In Section V, important open issues and challenges are discussed. Finally, the study is concluded in Section VI.
II. PRELIMINARIES
In this section, the MAC protocols designed for WSNs and UAV networks are reviewed briefly. Each of the MAC protocols is deliberated with its characteristic features.
A. MAC PROTOCOLS FOR WIRELESS SENSOR NETWORKS
A number of MAC protocols have been developed to address the challenges imposed by WSNs. A sensor-MAC based on IEEE 802.11 was presented to save energy through periodic active and sleep states [20] . Latency MAC protocol (LMAC) [21] was introduced to reduce idle listening through increasing the prediction accuracy of data arrival by increasing the sleep cycle, which dissipates less energy. However, this resulted into a low throughput, high latency, and low channel utilization. For light traffic networks, LMAC offers good energy savings with long sleep cycles.
By incorporating an adaptive time division multiple access (TDMA) protocol, enhancement in the network energy efficiency is achieved by permitting the nodes with no packets to transmit and go back to sleep without waiting for its entire slot duration to elapse [22] , [23] . As the traffic of nodes changes, the schedule adapts accordingly. Nodes having less traffic sleep more whereas nodes with heavy traffic have low duty cycles. A new contention access scheme to reduce collisions in a scalable sensor network is discussed in [24] . It uses a fixed contention window (CW), and changes the contending probability to be integrated into any other existing MAC in the sensor network.
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The nanoMAC protocol suggested in [25] reduced the probability of contention by half whenever collision occurs but uses the probability p − 1 to refrain from contending for the medium. Energy is conserved by reducing the collisions experienced due to control overhead. Dynamic combinations of control packets were used in [26] to reduce overhead and increase energy savings. Z-MAC, which uses a combination of carrier sense multiple access (CSMA) and TDMA to enhance energy efficiency and attain greater spectrum utilization and throughput, was designed in [27] . An improvement in the overhead cost of Z-MAC was achieved in [28] by using beacons for synchronization and specifying a superframe structure that reduces overhead.
ER-MAC, a hybrid of the TDMA and CSMA protocol for emergency response wireless sensor networks is designed in [29] . Contention faced by the nodes with priority packets in the Z-MAC was eliminated in ER-MAC by using two priority queues. ER-MAC outperforms Z-MAC with higher delivery ratio, lower latency, and lower energy consumption. Dynamic superframe with variable TDMA slot was addressed in Queue-MAC [30] .
B. MAC PROTOCOLS FOR UAV NETWORKS
The link quality fluctuates in UAVs because of the rapid mobility and highly dynamic topology. The MAC design for UAVs faces many new challenges because of such link quality fluctuations and failures. Latency is also a probable challenge. Hence, the important issues to be resolved by MAC protocols of UAVs are the variable link quality, packet delays, and optimal channel utilization during real-time network operation. An adaptive MAC protocol has been presented in [31] , which uses an omnidirectional antenna for transferring control packets and a directional antenna for transferring data packets. Intelligent MAC (IMAC) based on cross layering technique is stated in [32] .
In [33] , a token-based approach was designed to update target information to overcome the problems of contention-based protocols and link failures due to high mobility. Full-duplex radios and multi-packet reception techniques were employed to improve the MAC performance in a multi-UAV network environment. The delay is reduced with full-duplex systems because each node can transmit and receive at the same time, and multi-packet reception capabilities improve the throughput in multi-UAV systems. A novel MAC protocol, the LODMAC, is presented in [34] . It uses directional antennas and estimates the location of neighboring nodes within the MAC layer. In addition to request to send (RTS) and clear to send (CTS), a new busy-to-send (BTS) packet is used to deal with directional deafness.
C. MAC LAYER ISSUES FOR UWSNS
MAC is a sublayer of data link layer specified in the communication protocol stack. In most of the networks, multiple nodes share a communication medium for transmitting their data packets. A MAC protocol is primarily responsible for regulating access to the shared medium. It manages the communication traffic on the shared medium and creates a basic network infrastructure for communication among the devices. A UWSN consists of the sensor nodes and UAV, both of which are battery operated, and the energy efficiency is always the primary concern of the network. Thus, an efficient MAC protocol is always desired to resolve the potential conflicts among the competing nodes and utilize the radio judiciously.
A MAC protocol has to be accountable for the sources of energy waste such as idle listening, collisions, overhearing, control packet overhead, and over-emitting, which have great impact on the network lifetime. Hence, designing a novel MAC protocol for UWSNs is a focal topic for researchers. Following attributes needs to be appraised during the design of a good MAC protocol.
• Throughput: The throughput requirements of UWSNs are application specific.
• Scalability: The network must be scalable to the increasing or decreasing number of devices competing for accessing the channel.
• Latency: Minimal latency is the need of such network systems to send data on real time basis.
• Energy efficiency: The protocol should be energy conserving so that network lifetime increases.
In summary, the MAC protocol helps fulfilling important design objectives of UWSNs by specifying how nodes employ the radio, share the channel, avoid collision in correlated and broadcasting environments, response the inquirer timely, and survive for a longer period.
III. UAV-AIDED WIRELESS SENSOR NETWORKS
In this section, the existing MAC protocols are investigated with regard to their key features, operational characteristics, advantages, limitations, and potential improvements.
A. CLASSIFICATION OF MAC PROTOCOLS
In UWSNs, MAC needs to be designed so that there is a high network throughput and low energy usage. Additionally, owing to the movement of the UAVs, there is a short time interval during which data can be transmitted from the sensor nodes to UAVs. Various MAC protocols have been recommended for UWSNs. MAC protocols found in the literature can be grouped into contention-free, contention-based, and hybrid MAC protocols as shown in Figure 2 .
B. CONTENTION-BASED PROTOCOLS
The use of IEEE 802.11 CSMA/CA is considered unsuitable for UWSN systems in [35] because of two reasons: the overhead burden on low-power sensors and the well-known hidden terminal effect. Additionally, collisions and retransmission due to random accessing of channels degrade the network performance, which is more critical in dense networks. However, a number of MAC protocols are presented for UWSNs, where sensor nodes need to contend for accessing the wireless channel. They are summarized below.
The PCWAS presented in [36] aims at providing an effective way of data gathering for a UWSN system. It adopts a modified CSMA/CA MAC protocol in which the CW is adjusted for each optimized frame. To associate each optimized frame with different transmission priorities such as circularly optimized frame selection (COFS) and prioritybased optimized frame selection schemes (POFS) in [37] , a smaller CW is assigned to the frame, which should have a higher transmission priority and vice versa. The detail of the PCWAS protocol is shown in Figure 3 .
First, the CW range [CW (MIN ), CW (MAX )] is divided into smaller ranges based on the number of priority frames inside the UAV coverage area. A lower CW range is assigned to a higher transmission priority frame because it has less time to transfer data when it is inside the UAV coverage. Priority is defined for other nodes in a similar manner and the CW range of each frame is updated in each time interval of the UAV's flight. To deal with collisions during the data transmission process, a collision resolution mechanism is introduced. Moreover, each sensor recalculates its CW value VOLUME 7, 2019 in each stage of collision based on the following expressions:
and
where m is the stage of collision (i.e., the number of unsuccessful transmissions), and uNode and nNode are the number of unsuccessful nodes and number of nodes inside the frame that the sensor belongs to, respectively. The backoff timer value is used by each sensor to decide how long it has to wait for another attempt after experiencing a collision. Thus, the PCWAS does not only minimize the number of collisions but also reduces the packet loss dramatically.
• Advantages: PCWAS can minimize the collisions seen in CSMA/CA MAC using collision resolution mechanism. In addition, packet loss is effectively reduced using transmission priority.
• Limitations: Value of CW needs to be calculated and updated frequently, which drains much energy and time of the system.
• Potential enhancements: Clustering of sensor nodes can be used to lessen the number of sensors contending the channel and avoid collisions. Hidden and exposed nodes must be cared of for better channel utilization.
2) PARTNERSHIP-BASED MAC PROTOCOL
IEEE 802.11 CSMA/CA-based partnership model was presented to handle data transmission efforts in [38] . By leveraging the mobility of the UAV and the location information of sensor nodes, a novel frame selection technique, which classifies sensor nodes into different frames, has been adopted. Thus, a partnership-based model, which allows sensor nodes in the network to individually pair with their peers and transmit data simultaneously, is suggested. Before transmitting the ambient data to the UAV, sensor nodes are required to pair into groups of two. Each partnership must consist of two sensor nodes belonging to different frames. After pairing, nodes compete for a transmission channel to transmit data. After receiving from both the nodes successfully, the UAV sends an acknowledgement (ACK) to notify the rest of the nodes inside its coverage area that the channel is now idle and available for all nodes again. The data communication architecture of the partnership-based protocol is shown in Figure 4 .
• Advantages: Sensor nodes are paired and then act as a cooperative relay when there lacks direct communication between sensor nodes and UAV. This greatly reduces the number of packet losses observed in UWSNs.
• Limitations: Performance degrades in the dense networks as there is overhead and delay due to pairing algorithm.
• Potential enhancements: The pairing algorithm used for partnership-based communication should be optimized for minimizing the latency and overhead accumulated in the network.
3) COOPERATIVE SENSING DATA COLLECTING FRAMEWORK
An efficient data collection scheme with a cooperative communication using a UAV for WSNs is based on the IEEE 802.11 CSMA/CA MAC protocol [39] . The neighboring nodes can receive and store the eavesdropping data into their received buffer. The neighboring nodes can retransmit the overheard data whenever necessary such as in the case where an original node cannot transmit its data to the UAV because its position is already outside of the UAV communication range. The sensor node has three modes, namely listen, transmit (TX), and receive (RX). When the power supply of a sensor node is turned on, the sensor node is in listen mode. In the listen mode, the sensor node tries to receive and acquire the polling signal and transmission chance. For allowing the sensor node to transmit its data, its mode must be changed from listen to TX; otherwise, its mode should be changed to RX. The sensor node in the TX mode communicates with the UAV, whereas the sensor node in the RX mode overhears the sensing data of another sensor node that can obtain the transmission chance. After transmitting or overhearing the sensing data, the mode of the sensor node resets to listen and tries to receive and acquire the polling signal for the next transmission chance.
• Advantages: Neighboring nodes can receive, store, and transmit overheard data so that frame loss is decidedly reduced.
• Limitations: Cooperative data sensing and collecting method desire to identify which sensing data to be retransmitted, which is time and energy consuming process.
• Potential enhancements: Proper selection of target cooperative sensor node and data to be retransmitted is suggested to overcome energy waste due to idle listening and overhearing.
4) IEEE 802.11-BASED MAC PROTOCOL
This protocol consists of three operating phases of initialization, prioritization, and transmission [40] . In the first phase of the protocol implementation, the UAV uses ''BEAM'' frames to announce its presence. In addition, an intermediate step is established before the transmission part, where a prioritization is made to avoid collisions among the sensor nodes contending to communicate with the UAV. The BEAM frame comprises a field named ''movement-coordinates.'' By using the field, sensors estimate the position of the UAV on the trajectory and compare with their own location to determine which sensor has the highest priority. The coordinates of a point on a line are calculated as follows:
where X pos and Y pos are the coordinates of the point in which the UAV was on the trajectory when it generated the BEAM frame, and k represents a proportionality constant between the two segments created on the trajectory. The sensor with the highest priority generates a ''PRI'' frame and send its data. The PRI frame contains a ''number-of-packets'' field, which stores the precise quantity that the sensor has to send to the UAV. After receiving the PRI frame from the sensor, the UAV generates a ''BUSY'' frame. The UAV also stores in the ''priority-address'' field the value of the sensor that originated the PRI frame. All sensors, except the one that matches the value in the ''priority-address'' field, will delay their PRI timers by a certain value. Meanwhile, the selected node will start sending its data. If the UAV sends a BUSY frame, all surrounding sensors modify their timers. This mechanism greatly reduces the probability of collisions, saving time and, more importantly, energy.
Once the selected node receives the BUSY frame, it triggers the third and last phase: transmission. The sensor starts sending its packets because it has priority and knows that all other sensors are waiting for it to finish before they can start the prioritization step again. The UAV issues an ACK frame and increases the counter until it reaches the value that was initially advertised in the PRI frame. Subsequently, the UAV broadcasts a CLEAR frame to other sensors so that they can restart the competition. In this way, the protocol uses the four types of frames to be efficient in terms of success rate and collision avoidance.
• Advantages: The number of packets is used for precise communication and no extra time is wasted as in the IEEE 802.11 standard. With this method, the possibility of a hidden node problem, which causes many collisions and loss in the network, is eliminated.
• Limitations: Network is highly congested due to control packets.
• Potential enhancements: Use of smart antenna can facilitate the UWSN communication through its extended coverage and less interference. In addition, clustering in dense networks minimizes collisions.
5) CSMA/CA-BASED COOPERATIVE RELAY AND HEURISTIC ALGORITHM
A heuristic algorithm for optimizing the average total energy consumed by the ground-based sensor nodes in data collection applications with a UAV was presented in [41] . The UAV is assumed to fly over each cluster to collect data. Before flying, the UAV only knows the positions of the nodes but after it enters into the communication range of nodes, it receives information on the remaining energy of each node. This information is then used by the UAV to find which node to fly to earlier. Some of the criteria considered include the average energy consumption, flight distance for visiting the network, and lifetime of the network. In this way, cooperative data relay is applied in a CSMA/CA IEEE 802.11 hierarchal network for the nodes and the UAV. The cooperative relay communication concept is used if each node could become a relay node for its neighboring nodes. Otherwise, each node can communicate directly with the UAV. The UAV plays the role of a data collector and visits all clusters to receive data from the nodes belonging to the clusters. Thus, the energy for sensor node to transmit data is saved. Hence, combining the cooperative data relay and the optimization scheme that selects the least energy node consumption for the cluster's node shows significant benefits in terms of minimizing the energy consumption and maximizing the network lifetime.
• Advantages: The network ensures reliability, success rate, and energy efficiency using the cooperative data relay and the optimization algorithm.
• Limitations: The objective function used for the optimization of heuristic algorithm excludes average transmission bit rate, system bit error rate, and UAV's tour length.
• Potential enhancements: Cross-layering technique to obtain network information for better optimization process can be used.
C. CONTENTION-FREE PROTOCOLS
Contention-free protocols eliminate the issue of collisions by preallocating the transmission resources to the nodes in the network. They are based on one of the three conventional techniques for scheduling wireless channels: TDMA, frequency division multiple accesses (FDMA), or CDMA. Each of these possesses some challenges: time synchronization problem in TDMA, frequency generation/filtering issues in FDMA, and power control in CDMA. They mainly rely on either fixed allocation or on-demand allocation of resources. Contention-free MAC protocols suggested for UWSNs are discussed below.
1) RESOURCE ALLOCATION FOR DATA GATHERING
In [42] , two-layer wireless network architecture was introduced for data gathering: one is sensor nodes to the UAVs, and the other one is from the UAVs to the outside layer. The sensor nodes detect data and transmit to the UAVs, and then VOLUME 7, 2019 FIGURE 5. System model for resource allocation for data gathering in [42] .
UAVs send data to the outside. Time is divided into slots of duration τ.N UAVs in the system are denoted by {1, 2, . . . N }. Additionally, there are N fields, denoted by {1, 2, . . . N }. K n sensor nodes, represented by {1, 2, . . . K n }, are deployed in field n. UAVn flies along its trajectory over field n to gather data from sensor nodes in this field. The number of slots for gathering is given and denoted as T . The UAVs fly for a given number of time slots and decide how much bandwidth to allocate to each sensor node at each slot. Each node has its energy budget and needs to decide the amount of energy for sensing and transmission in each slot. Hence, bandwidth allocation for transmission, energy allocation for sensing, and transmission problem for data gathering in two-layer UWSNs are considered. This is to maximize the total data transmission rate while guaranteeing the data transmission rate at each slot for every sensor. In addition, an optimal dynamic programming-based algorithm named DPBA is presented. The system model of the protocol is shown in Figure 5 .
• Advantages: It allocates both bandwidth and energy to maximize total transmitting rate and guarantees the rate in each time slot for each sensor node.
• Limitations: The system design and operation are complex due to the use of multiple UAVs and there may be chance of interference between UAVs if better synchronization is not done.
• Potential enhancements: Interference among the UAV's communication should be considered by introducing the accurate synchronization for sensor-UAV and UAV-UAV communications.
2) PRIORITIZED FRAME SELECTION-BASED CDMA MAC PROTOCOL
In PFSC MAC protocol [43] , the active sensors are divided into a number of subgroups with an appropriate priority before sensor nodes communicate to the UAV by using the CDMA-based transmission technique. The PFSC-MAC incorporates not only the value, but also the variation trend of the receiving power of the beacon signals. This protocol provides a low rate of packet loss owing to the mobility of the UAV, which is the most critical metric in these types of applications. In addition, an optimal number of priority groups are introduced to guarantee a minimal transmission interval and the lowest failed packet ratio. The PFSC utilizes a novel PFS scheme and CDMA in a physical layer. The UAV generates beacon signals to activate sensor nodes. The data sensed by activated sensors are retrieved by the UAV. All the active sensors transmit their sensed data to the UAV periodically in every data transmission interval. To access the channel, the sensor nodes need to transmit header information to the UAV. It contains the sensor's ID, receiving beacon signal power, priority group ID, and sensor's position. If the UAV receives this information successfully, it sends feedback to the transmitting sensor immediately. The channel access method needs to adapt to a variable number of sensors.
• Advantages: PFSC uses PFS and CDMA techniques, which provide minimum transmission interval as a number of sensor nodes can be allowed to transmit concurrently using orthogonal CDMA codes.
• Limitations: Sensor nodes transmit their data concurrently using variable codes, which may result in multiuser interference. Moreover, this scheme fails to deliver the uniformity of data collection. It also pays little attention to the contact duration time between the nodes and the UAV.
• Potential enhancements: Channel characteristics in different conditions must be identified and adopted for accurate communication. Sensor nodes can be clustered for effective communication.
3) TDMA-BASED PRIORITIZED FRAME SELECTION MAC PROTOCOL (PFST)
PFST MAC [44] , [45] enables reliable and concurrent transmission from a large number of sensors to the UAV by using TDMA time slots. Active sensors are divided into several subgroups, which are then assigned with certain priorities. The PFS technique is used to maintain fairness among the sensors. Based on the distances between the UAV and sensors, the UAV can adaptably change the beacon transmitting power. To facilitate this system, every sensor must measure the beacon signal receiving power every time and then find its range based on that information. Two different approaches are considered for accessing the wireless channel: FRA-based scheme and position-based scheme. The sensor position is unknown in the former case, while it is available in the second one. After all the sensors complete their channel-accessing phase, the UAV replies to sensors with the information of their transmission slots. It is expected that the TDMA bring benefits of simplicity and less PER compared to the CDMA scheme. Therefore, the energy consumed by the sensor for data and algorithm processing will be lower than that consumed when using CDMA. The system PER (PER SYS ) is presented by the equation below:
where PER Mob is the PER due to the movement of the UAV and PER Tran is the PER caused by the packet transmission between the sensor and the UAV.
• Advantages: The UAV is supposed to adjust the transmitting power to maintain the lowest and highest levels of the beacon signal at the sensors. In addition, a large number of sensor nodes can transmit their data using TDMA slots.
• Limitations: Because the channel accessing time is partitioned into a number of slots and each slot has to be used by the sensors turn wise, time for data transmission is longer.
• Potential enhancements: Optimization between UAV's height, packet size, and the number of nodes should be made for better accessing of the time slots.
4) AO-ALOHA CDMA-BASED MAC
The adaptive-opportunistic Aloha (AO-Aloha) protocol [46] , [47] is based on a cross-layer approach. Unlike O-Aloha [48] , AO-Aloha adds a handshake technique into every time interval of transmission to help enhance the throughput with an acceptable amount of bit error rate. It considers several important factors, including distribution of sensors, energy consumption, and transmission efficiency. For a UAV to uniformly collect data from the ground sensors, the AO-Aloha adopts a priority-based mechanism for channel assignment and collision avoidance. In addition, the priority could be adaptively changed according to the location and distribution of the sensors. In the AO-Aloha, there are four types of packets, namely, Wake_Up, Sensor_Head, Slot_Allocate, and Sensor_Data packets, as shown in Figure 6 . The Wake_Up packet is used to define the type of packet and Sensor_Head packet determines the location of a sensor node. The Slot_Allocate packet can have multiple Sensor_ID and TS_TIME fields. The Sensor_Data packet has one Sensor_ID and one Sensor_Data field; the sensor node with its ID specified in the Sensor_ID field puts its data to be transmitted into the Sensor_Data field.
Initially, the UAV broadcasts Wake_Up packets to all sensor nodes within its communication range. Sensor nodes receiving the Wake_Up packets wakes up and switch to the active mode from the sleep mode. Active nodes then send the Sensor_Head packet back to the UAV to request slots for data transmission. In response, the UAV sends a slot allocation packet that includes a CDMA code, which the sensor node uses for data transmission. As node receives the Slot_Allocate packet, it sends its Sensor_Data packets to the next available data slot. As unique CDMA codes are given to all sensor nodes requesting channel access, data collisions are avoided when sensor nodes send their data FIGURE 6. Formats of packet types in AO-Aloha [46] , [47] .
in the data slots. After a sensor node finishes sending its Sensor_Data packets, it returns to the sleep mode.
• Advantages: AO-Aloha adds a handshake technique into every time interval of transmission to help enhance the throughput with an acceptable level of system bit error rate.
• Limitations: Location identification, which is very important for UAVs and sensor nodes, is not addressed. It also ignores channel delay and clustering of nodes, which could increase the network throughput.
• Potential enhancements: An efficient handshaking mechanism between UAV and sensors should be designed.
D. HYBRID PROTOCOLS
Contention-based protocols adapt easily to changing network scenarios and are better suited for networks with low loads. Nevertheless, they do not perform well when the node density increases in the network owing to delays caused by RTS/CTS handshaking and collisions due to hidden terminal problems. On the other hand, contention-free protocols eliminate collisions and have better channel utilization at higher loads. However, they also face some challenges in the proper synchronization of allocated resources. Hence, MAC protocols, which combine the advantages of both contention-based and contention-free methods to save energy and provide better scalability and flexibility, i.e., hybrid MAC protocols, are presented. Some of the hybrid MAC protocols presented so far is as follows:
1) AP-MAC
AP-MAC [49] was proposed to provide improved throughput, fairness, and efficiency, especially in dense networks. It allows randomly distributed sensors to transmit the sensed data in a TDMA fashion to increase efficiency. To efficiently utilize the channel during the UAV's presence, sensor nodes VOLUME 7, 2019 are clustered. It divides the channel time into fixed-length time intervals, each of which consists of four steps. At the beginning of each time interval, the UAV announces its presence to the sensors by using the beacon (BCN) frame. The BCN includes information about the UAV such as position, speed, flare angle of antenna, and time. A novel random channel access method, APRA, is presented in step 2 to reduce the registration overhead. The APRA improves latency and collision probability in channel access compared with CSMA/CA by eliminating unnecessary transmissions and exact timing. Sensor nodes that received the BCN frame but are not registered with the UAV send a registration (REG) frame along with their information. The time in this channel-accessing period is further divided into a specific number of fixed-size time slots, which are used by the sensors to contend for the channel, and in particular, perform random back off to avoid collision. Then in step 3, the UAV sends a confirmation (CFM) frame to the sensor within its range. The CFM frame contains a fair and an efficient TDMA schedule of the data-gathering phase for the registered sensors. Finally, step 4 is the data gathering phase in which the sensors transmit their data to the UAV according to the TDMA schedule received in the CFM frame. The channel time is divided into fixed-size slots and every successfully registered sensor has a chance of utilizing the consecutive slots. The UAV computes the TDMA slots by using a method called AFDA.
• Advantages: AP-MAC provides high throughput, fairness, and energy efficiency in dense networks by dividing the channel time into fixed-length time intervals.
• Limitations: Energy consumption analysis and flight path management are not considered, which also has high impact on the system performance. Certain delay is observed during registration phase.
• Potential enhancements: Efficiency can be enhanced by knowing the flight path and time of UAVs. Dynamic flight path scheduling can also aid the network.
2) FIXED INTER BEACON DURATION AND PROACTIVE SCHEDULING (FD-PS MAC)
The FD-PS MAC is based on a combination of the beacon-based IEEE 802.15.4 MAC, DR, and CDT algorithms [50] , [51] . In the FD-PS MAC, the duration between two adjacent beacons is fixed. The UAV broadcasts a ''beacon'' message, which contains the details of scheduling information. The covered sensors that receive the beacon message compete to communicate with the UAV in the contentionbased period. Nodes only send the first packet to the UAV when they have opportunities to communicate. The first packet contains the properties of the node such as the node ID, position, velocity, and remaining packets. After receiving the first packet, the UAV obtains the details of the node; then, it processes the data and obtains scheduling information for the contention-free period. Two models of FD-PS MAC are introduced: FD-PS MAC I and FD-PS MAC II.
a: FD-PS MAC I
In [50] , FD-PS MAC I has both a contention-based period and a proactive scheduling period fixed. The UAV obtains the details of nodes and broadcasts a beacon, which contains scheduling information for the contention-free period within the next inter-beacon duration. Conversely, the time slot reservation for the detected nodes is not guaranteed because of the fixed contention-free period. Thus, the FD-PS MAC II, which has both adaptive contention-based and contention-free periods, is proposed.
b: FD-PS MAC II
In FD-PS MAC II, adaptive contention-based and contentionfree periods are used [50] , [51] . The inter-beacon duration is fixed at T 0 (T 0 ≤ T Ubd ). T Ubd denotes the upper bound of the inter-beacon duration. During the first inter-beacon duration, there is no contention-free period. Thus, the contentionbased period in the first inter-beacon duration is T 0 .
From the second inter-beacon duration, the network obtains information, which has been detected by the one ahead. Accordingly, the duration for the next inter-beacon is estimated.
The contention-based period and contention-free period in the inter-beacon duration of the k-th order (k ≥ 2) are represented as T k CBP and T k CFP , respectively. N k denotes the number of nodes detected by the UAV in k-th inter-beacon duration. S k = {S r1 , · · · , S rNk gives the set of sensors that sent the ''first packet'' in the k-th inter-beacon duration. The set of remaining packets for sensors in S k is Q sk = {Q sr1 , · · · , Q srNk . The DR between the sensor nodes and UAV is denoted as DR k = {DR r1 , · · · , DR rk . The contentionfree period in the k-th inter-beacon duration is theoretically calculated as
where α is the duration of one time slot. The value calculated in (7) assures that each node detected in the k th contention-based period was allocated a sufficient time slot in the (k + 1)-th contention-free period. • Advantages: Adaptive contention-based and contentionfree period enhances performance in FD-PS II.
• Limitations: In dense networks, the contention-based period gets longer. Consequently, the network gets unfair and experiences much delay.
• Potential enhancements: The proposed model and algorithm should be extended, and the inter-beacon duration must be modified to meet the performance impacts of various external conditions.
3) ADAPTIVE INTER BEACON DURATION AND PROACTIVE SCHEDULING (AD-PS MAC)
The AD-PS MAC [51] is a hybrid protocol that partially adopts the beacon-based IEEE 802.15.4 MAC DR/CDT mechanisms. This protocol is introduced to coordinate not only the control frames but also the collisions between the joint sensors and the UAV. Assuming that there is a small difference between the deployed densities within adjacent two inter-beacon durations, the value of the contention-based period is given by
where L is path length and v is the speed of the UAV. Moreover, if
and if
From these equations, it can be summarized that the shorter the T k IBD , the more beacons that can be transmitted. Thus, in the AD-PS MAC, the inter-beacon duration is adaptive according to the dynamic topology of the network. The AD-PS is further divided into AD-PS MAC I and AD-PS MAC II, which are described below:
a: AD-PS MAC I
The frame of AD-PS MAC I is similar to that of FD-PS MAC II except for the change in the inter-beacon duration with the number of nodes that the UAV detected in the last contention-based period [51] . It contains a predefined number of time slots in scheduling information for detected nodes. Sensors will change into ''Sleep'' mode if they finish the transmission or the UAV is out of range.
b: AD-PS MAC II
The AD-PS MAC II considers independent scheduling information after the contention-based period, which helps the nodes reserve time slots in the current inter-beacon duration. According to analysis and simulation results in [51] , the AD-PS MAC II overcomes the limitations of AD-PS MAC I to certain degree.
• Advantages: Inter-beacon duration is adaptive according to the dynamic network topology.
• Limitations: There is a great chance of nodes being out of the range of the UAV before the next CFP starts.
• Potential enhancements: Use of multiple UAVs can be made to make the system operate in real time. Flight time minimization can also boost the network lifetime.
4) HP-MAC
HP-MAC is a hybrid MAC protocol, which is based on IEEE 802.11 CSMA/CA MAC protocol and TDMA protocol [52] . The superframe of the HP-MAC protocol is divided into four periods. The first is the beacon period, which is used to inform the sensor nodes about the presence of a UAV. Afterward, the registration period, which is used by unregistered nodes to send their REG frame to the UAV, begins. The UAV rebroadcasts the schedule information for all registered nodes using the second beacon. Finally, the data-gathering period in which each registered node transmits the data according to their time slot schedule is observed. The superframe of HP-MAC is shown in Figure 7 . Figure 8 illustrates nodes A and B contending to send REG frame to the UAV. Different values of distributed coordinated function interframe space (DIFS) are used to ensure that higher priority nodes have earlier channel access than lower priority nodes. The DIFS value is obtained from the sum of the previous DIFS value and the CW of the previous level priority, as follows:
The UAV receives REG frame from the nodes and uses that information to allocate the schedule. After the registration period, the registered nodes transmit their data packet to the UAV based on their time slot. Furthermore, each node located in the same priority level forms a group. A group is determined by knowing the coverage area of the UAV based VOLUME 7, 2019 on its movement in the time interval. Nodes that lie inside the first coverage area of the UAV indexed as i = 1 forms the group with the highest priority, and those indexed as i = n forms group with the lowest priority. Here, n is the number of areas. Specifically, the first group is obtained as
where only the nodes inside of the coverage area at time t are included. Similarly,
where these groups are in the coverage area that is indexed by i ∈ [2, (n − 1)]. The lowest priority group is given to the nodes at the front most location of the UAV coverage area. It is obtained using equation (15), where the UAV coverage area is indexed as n.
In this way, the architecture of HP-MAC is designed to tackle the limited communication range of the ground control station to transmit the flight path data to the UAV.
• Advantages: The performance is significantly improved in comparison to the conventional schemes in terms of throughput, fairness, packet delivery ratio, and average time delay. Packet overhead is reduced by broadcasting the first and second beacon only one time to all the nodes inside the communication range.
• Limitations: The optimal design of UAV fight path is not considered, and it does not emphasize on the clustering mechanism.
• Potential enhancements: Jointly optimizing the sensor wake-up schedule and UAV's trajectory helps in the minimization of energy consumption while ensuring the reliable data collection in fading channels.
IV. COMPARISON OF MAC PROTOCOLS
In Table 1 , the state-of-the-art MAC protocols for UWSNs are qualitatively compared in terms of their outstanding features and focal ideas. From the tabular comparison, it is very apparent that the priority-based frame selection technique is widely used to ensure fairness among the communication nodes. Additionally, the performance of the hybrid MAC is observed to be relatively better than that of the contention-based or contention-free MAC. It is because proper handshaking between UAV and sensor nodes is established by using contention-based approach, which is later used for proper scheduling for collision-free data transmission. In Table 2 , the MAC protocols presented in Section III are comprehensively compared on the basis of their operational characteristics. From the comparison, it can be noted that clustering of nodes is not much prioritized in most of the MAC protocols even if it plays substantial role for a fair and highly scalable communication in dense networks. Along with this, other concerns include less error-prone data packets, scalability with dynamic topology, and equal amount of data collection from sensor nodes to obtain reliable information with less performance latency. The design of an appropriate MAC protocol for UWSNs is strongly reliant on the factors. According to our study, a dynamic clustering and priority-based collision-free communication can improve the network performance. Apart from this, UAV's speed, flight path, accurate synchronization, and localization also paybacks for UWSNs.
V. OPEN ISSUES AND CHALLENGES
In this section, the open research issues and challenging future directions are summarized and discussed. Many of these issues are quite challenging because the inherent mobility of UAVs and the heterogeneous configuration of UAVs and sensors are unavoidable in UWSNs.
A. NODE DENSITY
Node density has a remarkable impact on the performance of MAC protocols. In dense networks, a large number of sensor nodes could collect sufficient amount of data but it may result in higher collisions when transmitting the collected data to the sink. Nodes also consume more power when deployed in large-scale networks. This is because nodes must retransmit lost data during collisions.
A novel MAC protocol for UWSNs should be adaptive to the number of nodes employed in the network. In dense networks, clustering techniques have been used to reduce the number of nodes communicating with UAVs [49] , [52] . However, cluster formation and periodic selection of cluster heads within a cluster are tedious tasks. A dynamic and adaptive clustering algorithm that self-adapts and minimizes the time and efforts of clustering process aids the network. Moreover, the number of clusters in the network and the number of cluster members in a cluster need to be optimized. In case of sparse networks, continuous connectivity with the network is relatively difficult to maintain, and there is a high probability of data loss. To overcome this issue, the flight path of the UAV should be defined such that it can be in contact with every node in the network.
B. SCALABILITY
The WSN topology is very likely to change owing to the death of some sensor nodes and mobility of sensor nodes in some contexts. On the other hand, the mobility of UAVs results in frequent topological changes and limited time to be in contact with sensor nodes. Hence, scalability has been yet another main concern of UWSNs for better coordination and collaboration of UAV and WSNs. Using cross-layer information to know about the network beforehand and using that information to establish peer-to-peer connections between UAV and WSNs could be a probable solution. Owing to the complexities involved in the assignment of slots and the need for synchronization also, acquiring the network information in advance is a good option for networks where the number of sensor nodes is changeable.
C. UAV SPEED
UAVs have certain mobility in the aerial space, which directly effects on communication between UAV and WSNs. When the UAV's speed is very low, there is a high reduction in the coverage, and sensor nodes may die out before transmitting collected data to the UAVs. However, minimal latency is considered for disaster monitoring, surveillance, and searchand-rescue operations. If UAVs with high mobility are used, then continuous connectivity with the network is very challenging. The time interval for the UAVs to establish connection between the ground sensor nodes and collect data from them is narrowed down, which results in a lower network performance. Currently, different mobility models are designed for UAVs, and they can use variable speeds during normal flights and data-gathering periods. Dynamic speed control of UAVs is studied in [53] , [54] . Using some machine learning techniques to adapt the speed of the UAVs according the network requirement can be another solution. Thus, the speed of the UAV and its flight path should be optimally decided such that a fair and efficient communication between ground sensors and UAVs can be established.
D. FAULT TOLERANCE
Keeping in mind the mobility of UAVs, there is a high probability of facing problems related to connectivity as well as some other hardware-related problems in the network. Thus, in such dynamic aerial networks, strong fault tolerance mechanisms should be adopted to overcome the abovementioned issue faced by UWSNs. Grouping sensor nodes and assigning certain priorities to communicate with UAVs could be a possible fault tolerant mechanism. Priority should be based on the distance of nodes from the UAV's coverage region, remaining energy of node, and amount of data to be transmitted.
E. LOCALIZATION
Another challenge faced by the developers of MAC protocols for UWSNs is proper identification of the location of sensor nodes. Moreover, the position of UAVs in the network affects the establishment of a proper UAV to sensor communication. There are different ideas presented in the literature [55] for efficiently locating the UAVs and sensor nodes in UWSNs. However, networks experience considerable problems in establishing a proper connection of UAVs and sensor nodes and assuring fair communication among them. Using GPS-equipped sensors to obtain location information is one of the localization techniques, but it may not be economically feasible in every application [56] . Additionally, equipping GPS in only some of the sensor nodes so that other sensor nodes can locate themselves using that information can also be used but it adds complexities in the network. Another important method of location identification of UAV and WSN is by using location information in the beacon signals that are transmitted by GPS-equipped UAVs. Sensor nodes calculate and store their location information and use that information to establish communication with UAV.
F. CROSS-LAYER DESIGN
With the widespread use of UAVs in WSNs for data gathering, the performance of UWSNs has to be improved so that better collaboration could be achieved. In this case, a cross-layer design for UWSNs could be one of the choices. The authors in [47] have used this approach to design a MAC protocol for a UAV. However, there are some challenges that must be considered for the cross-layer design. The side effects such as QoS, latency, and additional overload caused by blocking between each layer cannot be simply ignored. Thus, the models that overcome the challenges and provide reliable interconnected cross-layered protocols, network flexibility, interoperability, and maintainability are highly anticipated.
G. INTEROPERABILITY
Interoperability plays crucial role for achieving the desired QoS in UWSNs, and it presents another open challenge to the researchers. If the proper collaboration and cooperation among different components of the network are not assured, then the system cannot meet its performance objectives. In WSNs assisted with highly mobile UAVs, communication among sensor nodes and communication between UAV and sensors are of utmost concern for efficient UWSN systems. There is very limited time for the UAV to communicate with the sensor nodes. Hence, it is a challenging task to establish proper communication between a large number of low-power sensor nodes and moving UAVs. Apposite synchronization among the hardware and software should be established, and the timing factor should be managed properly to achieve a highly interoperable UWSN system. The communication among sensors and UAV can be enhanced by determining the optimal number of transmitting groups, speed, and altitude of UAVs.
H. SECURITY AND PRIVACY
UWSNs require strong assurances in terms of security, safety, and privacy because both UAV and WSNs operates in sensitive, unattended, and remote environments and they can be a potential target to harm. In addition, UWSNs are likely to face many challenges owing to the use of wireless medium for communication, which is prone to various types of attacks. An anomaly-detection-based secure data aggregation scheme for IoT-based environmental surveillance to resist the FDI attack is studied in [57] . Similarly, access point selection to detect and mitigate rogue access points is discussed in [58] . Different privacy-preserving data aggregation functions have been investigated in [59] , which ensures higher accuracy and secured communication.
In addition, a caching UAV assisted secure transmission scheme was proposed in hyper-dense small-cell networks [11] . Deciding a set of security policies defined before starting the mission of system could be an option. Security mechanisms can be affected by faulty nodes and erroneous communication channels that need to be handled with efficacious strategies. Different cryptographic measures such as data encryption and hashing techniques should be used to prevent the network attacks. Further study on network layer security issues and clustering techniques could be used to strengthen the network against any type of malicious activities. The use of directional antennas and establishing proper handshaking before transmitting data can also assist in attaining secure communication to some extent.
I. POWER CONSUMPTION AND NETWORK LIFETIME
Network lifetime is a key design consideration for resource-constrained UWSNs, which notably consist of battery-powered devices. Developing energy efficient communication protocols is the approach to increasing the network lifetime when the battery-powered network devices are deployed in environments where timely replacement or regular supply of power is not easy or might be unmanageable. Therefore, system developers have to pay more attention to energy efficient communication protocols to prolong the lifetime of the network. Although a number of studies are mainly focused on the energy efficiency of wireless networks such as in [60] - [63] , network still face some problems that degrade their lifetime.
Energy harvesting from natural sources such as sun and wind can aid to prolong network lifetime, but the source is not always available. Large amount of energy is wasted in the radio transmission of sensor nodes. Thus, the aspects that are responsible for the collisions and retransmission must be VOLUME 7, 2019 identified and dealt with proper attention. A proper power control scheme can be used to lower down the energy consumption and reduce the packet loss rates. Using backscatter antennas and wireless power transferring techniques are also possible ways of keeping the network alive for long term.
VI. CONCLUSION
In this article, different MAC protocols reported in the literature for UWSNs were extensively surveyed. These protocols were categorized as contention-based, contention-free, and hybrid. Each of these MAC protocols was reviewed in terms of its design principles and operational characteristics. Then, the protocols were compared with each other in terms of their distinct features, benefits, and limitations. According to our survey, there is no standard MAC protocol for UWSNs yet. A distributed, power-efficient, and high-performance MAC is highly desired for UWSNs, where the UAV is expected to collect as much data as possible in a very limited time. From the comparison results, one can obtain better ideas and options when either choosing an existing MAC protocol or designing a new one for a specific application. Some open issues and challenges for future research and development were discussed as well. It should be noted that there is still much room for designing more efficient MAC protocols for various application domains in UWSNs. We believe this work will aid researchers and engineers by serving as a timely reference to future research and development in this area. where he served as the Project Leader, since he received the M.S. degree in computer science from Yonsei University, South Korea, in 1991. His research interests include mobile computing and networking, ad hoc and sensor networks, cognitive radio networks, and parallel and distributed computing systems. He has published over 200 papers in international and domestic journals and conference proceedings, and has held more than 40 overseas and domestic patents. He serves on the program committees of international conferences and workshops in his areas of interest as the chair or member. He is a member of the ACM, the IEICE, the KIISE, the IEIE, the KIPS, the KICS, the KMMS, the IEMEK, the KISM, and the KPEA.
