This document provides an approach to biometrics analysis which consists in the location and identification of faces in real time, making the concept a safe alternative to Web sites based on the paradigm of user and password. Numerous techniques are available to implement face recognition including the principal component analysis (PCA), neural networks, and geometric approach to the problem considering the shapes of the face representing a collection of values. The study and application of these processes originated the development of a security architecture supported by the comparison of images captured from a webcam using methodology of PCA, and the Hausdorff algorithm of distance as similarity measures between a general model of the registered user and the objects (faces) stored in the database, the result is a web authentication system with main emphasis on efficiency and application of neural networks.
Introduction
In social relationships our principal target is the face, playing an important role in the perception of identity and emotions. Although the ability to relate intelligence or character from facial appearance is mistaken, the human ability to recognize faces is remarkable. Humans are able to recognize thousands of faces learned throughout their life and identify familiar faces at a glance. It is an amazing ability, pondering the great changes in the visual stimulus, given the conditions of observation, expression, aging, and distractions such as glasses, or changes in the hair style.
Face recognition has become a major issue in several applications, ranging from security systems, credit card verification to criminal identification; where the ability to modeling a face and distinguish it from a large number of stored models greatly improve criminal identification processes. During the 80s facial recognition work was inert. And later on in the 90s, a significant growth and interest in the investigation was started. Although there are different approaches to the problem of face recognition, there are two basic methods of which most approaches build their base. The first one is based on the concepts of information theory, that means, in the methods of principal component analysis. In this approach, the most relevant information that best describes a face image is derived from the entire face. Based on the Karhunen Loeve expansion in pattern recognition M. Kirby and L. Sirovich Have shown [5] that any particular face could be mathematically represented in terms of a coordinate system that is called "eigenfaces". The second method is based on extracting feature vectors of the basic parts of a face such as eyes, nose, mouth and chin. In this method, with the help of deformable templates and math, key information of the basic parts of a face meets and then becomes a feature vector [14] .
Facial Recognition Using Eigenfaces
The face recognition algorithm with eigenfaces is described basically in the figure 1. First, the original images of the training set are transformed into a set of eigenfaces E, Then, weights are calculated for each image on the (E) set, and then are stored in the (W ) set. Observing an image X unknown, weights are calculated for that particular image, and stored in the vector W X . Subsequently, W X compared to the weights of images, which is known for sure that they are faces (the weights of the training set W ).
Classification of a New Face
The process of classifying a new face in the Γ new to another category (known faces) is the result of two steps. First of all, the new image is transformed into its eigenface components. The resulting weights forms the weight vector Ω T new . 
