According to the poor result and slower operation of standard chaotic model for encrypting digital image, an image encryption algorithm is put forward based on integer wavelet transform (IWT) and chaotic mapping. First the advantages of integer wavelet transform algorithm such as simple, fast and suitable for parallel processing and small memory footprint are used for image decomposition. The approximations and detail components are obtained, to chaotic diffuse some approximations, and cipher image is obtained by integer wavelet reconstruction. Finally visual effect of ciphertext information is further confused by simple scrambling operation. Simulations show that the proposed image encryption algorithm has better performance in encrypting fuzzy and resisting decryption.
global scrambling of deformation Tent transformation (Wang and Wang, 2011). Wang Yinhua et al. propose digital image encryption and digital watermarking algorithm based on chaos and fractional Fourier transform of the, which has good robustness to attack such as JPEG compression, noise, filtering (Wang and Cai and Zhou, 2006) . According to 2D-Logiatic mapping and Chirikov standards cover, Zhang and Xiao design a new fractional order discrete random transform, and applied it to the double optical image encryption processing (Zhang and Xiao, 2013) .
DEFECT ANALYSIS OF CHAOTIC MODEL
The chaotic model can be divided into general domain model and chaotic local model: 
Mapping function F is structured according to the given data, and makes the future state ( 1) Xt  and current states () Xt meet the equation (2).
( 1) ( ( )) X t F X t  
In the process of phase space reconstruction, if the dimension is low, the high order polynomial can be directly used to global simulate; And for high dimensional phase space, its computational complexity multiplied, generally USES the typical regression analysis model to minimize the amount of calculation. i a can be obtained by time series itself. In order to ensure that the influence of random input part of the system as small as possible, make i a to meet minimum system error sum of squares.
Seeking partial derivative for i a and order it as zero, and we get the equation (6).
After the deformation, we get the equation (7).
Cj as autocorrelation function, coefficient i a is obtained. Seen from the above analysis, when the embedding dimension is higher or the phase trajectory is very complex, the calculation of domain model is more complicated, and accuracy fell sharply with the increase of the embedding dimension, so the whole domain method is applicable to the circumstances of a comparatively small interference.
(2) Chaotic local model Chaotic time series are set as { ( )} xt , and the one dimensional time series is for phase space reconstructing by the embedding dimension m and delay time  , then we can get the state { ( )} Xt of the phase space at the time t , including: 
After reconstructing phase space, seeking the neighborhood, consider to the distance factor between adjacent points and center in neighborhood, in theory, this way can be able to improve performance. With the improved method of weighted local prediction method, and its expression is as follows. 
ADAPTIVE IMAGE ENCRYPTION ALGORITHM BASED ON 2D-LOGISTICS

Image Coding Encryption of Logistics Mapping
Image encryption algorithm based on spatial chaotic, including the scrambling and diffusion, scrambling of algorithms is geometric transformation for the pixel coordinates of the revised digital image by generalized mapping; Diffusion is two-dimensional random matrix and scrambling image which produce by space chaos mapping with exclusive or mode point operation.
According to the general model of CML, we get space expansion difference equation of two-dimensional discrete system is as follows. 
 
The differential equation of 2D discrete dynamic system is obtained as follows. (1) The process of image scrambling 2D generalized Arnold mapping, it is a geometric transformation of cover area, and is very suitable for image scrambling, it is important to note that it only can scrambling the image data with same size width and height. 1 a  , the corresponding mapping equation is as follows. , we copy the data in the first line of the plaintext image and fill to the 1 M  line, w copy the data in the second line and fill it to 2 M  line, in turn until meet MN  , square image II can be got, whereas the same. Finally, scrambling image I  is obtained by equation (18) for scrambling square image II .
In the equation (18) 
In the equation (19) 
In order to accelerate the convergence and prevent oscillation, we introduce a momentum factor  .
Integer Wavelet Transform Based on Lifiting Algorithm
Integer wavelet transform is implemented based on the "lifting" algorithm, which is guaranteed that image information without loss after wavelet transforming. Thus can be directly in wavelet transform domain for lossless compression, and compression ratio is enhanced. At the same time, on the basis of wavelet transform, to predict by the correlation between image pixels, and better compression results have been obtained. After implementing integer wavelet transform, wavelet filter further linked with "lifting" algorithm, draws a conclusion that any wavelet filter can implement step by step by "lifting" algorithm, further by integer operation, to implement the corresponding integer wavelet transform. As a result, lead to the basic equation of integer wavelet transform based on lifting scheme.
For dual lifting:
For odd lifting:
Rev. Téc. Ing. Univ. Zulia. Vol. 39, Nº 5, 393 -403, 2016 397 Among them,    means integer arithmetic. It is clearly that, integer promotion transformation is reversible, as long as the order of forward transform is to inverse, and then changes the plus or minus we can get inverse transformation. For scale factors K , there are two ways to solve: one is using wavelet transform to promote the uniqueness of decomposition, make K as far as possible close to 1, ignore the scaling factor in transformation; Second is ascending by three steps, makes 1 K  .
(1) Lifiting of the integer wavelet transformation Commonly used integer wavelet transformation has S transformation, TS transformation, SP  transformation and so on, the following is a list of several commonly used integer wavelet transformation, input sequence 0, ji sx  are integer sequences, with 1, j s and 1, j d means the decomposition coefficients and wavelet coefficient of a layer respectively. 1) S transformation S transformation is one of the most simple integer wavelet transformation, is the Haar wavelet transform form of integer arithmetic, lifting forms for realizing its integer is as follows.
Forward transformation:
Inverse transformation:
Transformation equations (23) and (24) are called S transformation, it can be seen that it is accurate reconstruction.
2) TS transformation TS transformation is the form of integer transformation of CDF (3, 1) biorthogonal wavelet filter. Lifiting forms for realizing its integer is as follows.
Forward transformation: , known as TS transformation. (2) Integer wavelet transformation At present, the static image compression standard recommended image lossy compression using (9, 7) biorthogonal wavelet transformation, the lossless compression using (5, 3) integer wavelet transformation. In the study on the algorithm of this paper, the integer wavelet transformation are (5, 3) integer wavelet transformation. 1) Description of (5, 3) integer wavelet lifting algorithm (5, 3) wavelet has good energy concentration with big vanishing moment, so it is suitable for image compression. The specific algorithm of (5, 3) wavelet transformation by lifting way is described as foolows. 
""    represents the operation of taking integer, the data after boundary continuation with the subscript ext to indicate.
IMAGE ENCRYPTION PROCESS OF IWT-LOGISTICS MAPPING
Overall Design of The Algorithm
In this paper, the block diagram of image encryption algorithm is shown in figure 2 . First of all, the plaintext image is for transforming; Secondly, we choose pseudo random sequence based on the current key, and to spread and encrypt the bottom of the part approximations, and according to the inverse transformation to get encrypted image; finally with the mapping to the encrypted pixels for reprocessing, then we get the ciphertext images.
Figure 2. Block diagram of encryption algorithm
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Generate Pseudo Random Sequence
Pseudo-random sequence is generated by spatiotemporal chaos, system state equation is shown as follows.
In the equation (30), when the parameters meet (3.5699456, 4)
 
, the system is in chaotic state, and chooses the initial state values of the system by Prime Multiplicative Congruential Method (PMCM). The chaotic system is for iterating, and then two-dimensional discrete chaotic sequence i j x of double-precision floating-point number is generated. Here, the mathematical equation of PMCM is as follows. mod( ( (( 10 ( 10 )) 10 )), 256)
In the equation (32) 
Design Process of Encryption Algorithm
As shown in Figure 2 , assume I represents the text image (size as MN  ), the concrete encryption steps are as follows:
(1) The plaintext image is for level 1 integer wavelet decomposition, and then we get four subsystems coefficient matrix, respectively for A means lowfrequency subband coefficients, namely:
In the equation (34) A is replaced by A , other subband coefficients matrixes remain the same, get encrypted image D by reconstructing level 1 integer wavelet.
(7) The Logistic mapping in iterative equation, parameters reset to  and the initial value as 0 xx , we get sequence with the length of MN  , and order it by ascending sort, and get the corresponding serial number index sequence, which is used for scrambling the encrypted image from left to right, top to bottom, and get the final encrypted image E .
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EXPERIMENTAL SIMULATIONS AND PERFORMANCE ANALYSIS
Simulations
The equation (35) is used to calculate the ciphertext images of the testing images a, b and c, and the corresponding entropy are 7.9826, 7.9789 and 7.9637 respectively. They are very close to 8, show that there is no information leakage of encrypted algorithm, and can resist attacked by entropy.
(3) Correlation analysis between the adjacent pixels Rev. Téc. Ing. Univ. Zulia. Vol. 39, Nº 5, 393 -403, 2016 402 We choose 1000 pairs of adjacent pixels from the plaintext and ciphertext images freely (horizontal, vertical and diagonal direction), the following equations are used to calculate the correlation coefficient of adjacent pixels in the three directions.
The above equations are used to calculate Lena plaintext and ciphertext images separately, the correlation coefficient between the adjacent pixels are shown in following table. 
CONCLUSIONS
Spatial domain image diffusion is a good way to change the statistic characteristics of image information, but image data compression coding efficiency is reduced at same time, thus affecting the data storage and transmission. So an image encryption algorithm is proposed based on the combination of integer wavelet transform (IWT) and chaotic. The advantages of integer wavelet transform algorithm ( such as simple, fast and suitable for parallel processing and with small memory footprint of image decomposition) are used for decomposing, then the approximation and detail components are obtained, to chaotic diffusion approximation, ciphertext image is obtained by integer wavelet reconstruction, finally further confusing ciphertext information operation visual effect by simple scrambling.
