ABSTRACT The Internet of Things technology has gradually become a research hotspot. Communication service enterprises are the basic enterprises for social network communication. Only by improving the quality and efficiency of communication service enterprises can we bring more reliable communication guarantees to the whole society, and more and more people can enjoy the convenience brought by high technology. Due to the dynamic changes of the environment and the complex demand problems faced by the Internet of Things technology, the integration of information services is very demanding, which in turn affects the efficiency of communication services. As a typical technical architecture for improving the efficiency of communication services, the integration of Web services and IoT technology has become the key to the integration of IoT information services. The traditional QoS-based Web combination scheme has greatly improved in meeting user requirements, there are still some problems in the security and reliability of communication services, and there are also some defects in meeting the accuracy of user requirements. Therefore, based on the above problems, this paper innovatively proposes an algorithm (QoS) combining security computing and quality of service to improve security credibility and communication service efficiency. In the process, it is mainly based on the optimized cuckoo algorithm. In order to match the accuracy, this paper proposes a multi-strategy semantic matching algorithm, which is mainly based on semantic similarity algorithm for optimization. The experimental results show that the QoS-based Web portfolio optimization algorithm cannot only meet the user's quality requirements but also solve the security and credibility problems. 
the Internet of Things itself has the characteristics of heterogeneous environment, dynamic change of environment and complex and complex service requirements, so a single atomic service can no longer meet the requirements of the Internet of Things for service architecture [4] [5] [6] . Therefore, a large number of scholars apply communication serviceoriented architecture SOA to Internet of Things technology, and directly physically transplant Web services to Internet of Things devices, in order to improve the efficiency of communication services. At the same time, they optimize a large number of atomic services by using Web composition to meet the needs of different users [7] [8] [9] . With the development of Internet of Things technology, a large number of service objects have higher and higher requirements for quality of service, that is, quality of communication service and the efficiency of communication services. Although traditional QoS-based Web composition algorithm can meet the needs of users to a certain extent, there are still many problems in the reliability of service security and matching accuracy of the whole service [10] , [11] .
In order to satisfy the security, reliability requirements and the efficiency of communication services of Web composition algorithm based on QoS and improve the accuracy of semantic matching of the whole combination algorithm, a large number of scholars and research institutions have studied and analyzed it [12] . In order to optimize the Web composition algorithm based on QoS, some papers proposed to optimize the algorithm based on context semantics. Although this algorithm optimizes the flexibility of the algorithm to a certain extent, it still has problems in improving matching accuracy and service security credibility [13] [14] [15] . In order to improve the accuracy of semantic matching in the whole system, relevant scholars have proposed a logicbased semantic matching algorithm. However, this algorithm simply assigns semantics to several simple logical levels. This classification is too rough. If the matching resolution node is two sibling nodes, it will lead to the failure of matching in the whole system [16] , [17] . According to the shortcomings of logical matching, some related scholars put forward a non-logical matching algorithm, which will cause irrelevant semantic relations to some extent, resulting in misjudgement [18] [19] [20] .
Based on the above problems, this paper innovatively proposes an algorithm that combines security computing and quality of service (QoS) for security credibility. In this process, it is mainly based on the optimized cuckoo algorithm. For matching accuracy, this paper proposes a multi-strategy semantic matching algorithm, which is mainly based on the semantic similarity algorithm to optimize. The experimental results show that the proposed QoS-based Web combinatorial optimization algorithm cannot only meet the quality requirements of users, but also solve the security and credibility problems, and improve the accuracy of semantic matching, it also improves the efficiency of communication services at the same time.
This paper makes the following arrangements on the structure of the article: The second section of this paper will specifically study and analyze the key technologies of the Internet of Things and Web Services Architecture; the third section of this paper will mainly analyze the related work of the optimization algorithm of Web Services Composition Based on QoS, mainly analyze the advantages and disadvantages of the current algorithm and the problems faced by the current Web Services Composition based on QoS; The fourth section of this paper mainly studies the main points. This paper analyses the algorithm of combining security computing with quality of service (QoS) and multi-strategy semantic matching algorithm for security credibility. Finally, a summary of this paper is given.
II. ANALYSIS AND RESEARCH ON THE CORE TECHNOLOGY OF INTERNET OF THINGS AND WEB SERVICE COMPOSITION TECHNOLOGY
This section mainly discusses and analyses the three important technical foundations on which the proposed algorithm is based: the efficiency of communication services, the Internet of Things technology and the corresponding Web service composition technology oriented to the Internet of Things technology. Web service groups and technologies are mainly aimed at the dynamic changes of the current Internet of Things environment and the heterogeneous characteristics of organizational structure to optimize the composition.
A. THE EFFICIENCY OF COMMUNICATION SERVICES
The rapid development of the current communication market is a characteristic manifestation of scientific and technological progress. First of all, it is embodied in the communication system. Communication services are rapidly evolving around the world and continue to expand capacity and improve service performance, making it a personalized requirement for large, popular and adaptable users. In the user's communication service system, the user can create a conflict condition in the service area, which is related to the collision probability and the communication channel load capacity. Now, analyze the communication service system. In a communication network, a service area is divided into areas, and areas are divided into sector areas, and each sector is managed and operated by a dispatcher.
The relevant factors are first marked: ν represents the density of the user, d represents the revenue provided by the user in the sector, and g represents a portion of the revenue used to ensure proper operation of the wireless communication system. ρ denotes the communication channel load factor; S denotes the revenue provided by the total traffic of the user in the communication area; denotes that the income S exceeding the loss U exceeds the evaluation criteria for improving the efficiency of the communication service. As the sound conversion rate increases and the average communication duration decreases under actual conditions, the following formula can be derived:
Among them, v w is the average loss when the information is delayed.
Calculate according to formula (1) and use Figure 1 to represent the relationship of = f (v). Assume that the working cost of ensuring normal communication service needs to meet the condition dg = 50, the average user call is v = 4, and the loss caused by signal delay v w = 500, assuming the coefficient a = 0.01 in the formula, assuming the coefficient b = 10 in the formula, the cost of working one hour is s = 20. The relationship between the service efficiency of the communication system and the user volume can be clearly seen from Figure 1 . There is a negative correlation, and the more users, the lower the efficiency of communication services. Communication is rapidly evolving around the world and continues to expand capacity and service performance. How to improve the efficiency of communication networks is still a very urgent and practical issue. Therefore, based on the improvement of communication service efficiency, this paper proposes a security credibility algorithm that combines security computing and quality of service (QoS). It cannot only meet the user's quality and service efficiency requirements, but also solve security and security. Reliability issues improve the accuracy of semantic matching.
B. ANALYSIS AND RESEARCH ON THE CORE TECHNOLOGY OF INTERNET OF THINGS
With the continuous development and innovation of information technology and Internet technology, the Internet of Things technology is constantly maturing and developing. The Internet of Things (IOT) technology was first proposed in the United States. Its initial principle is to connect physical objects visible to the Internet through intelligent sensing devices such as radio frequency identification system, so as to realize the intelligent identification and management of physical objects. The definition of the Internet of Things mainly lies in that the Internet of Things technology refers to the communication network technology that breaks through the time and space limitations of people, people and things in society and realizes the above three relationships to communicate with each other at anytime and anywhere. The essential meaning of the Internet of Things can be defined as follows: the essence of the Internet of Things is to connect the virtual personality and the identified objects at different times with the help of various sensors, based on certain standard and interoperable communication protocols, and based on flexible intelligent interfaces, so as to enable users, the environment in which users live and the society as a whole. Connecting and communicating in the context is a kind of communication network to realize information sharing, which is the extension and expansion of the Internet.
The development trend of the Internet of Things is regional systematization and complexity. Intelligent city is the future direction of urban management and development as the major trend of urban construction and development. The role of Internet of Things (IOT) technology in it is very important. As shown in Fig. 1 , for the practical application of Internet of Things technology and its subdividing object, we can see from the figure that Internet of Things technology, as a new type of Internet communication technology, is very important for human development. Perception layer is the core function layer of the whole Internet of Things technology. Its main function is to communicate with the real world. As the most important part of the perception layer, data acquisition devices such as wireless sensor networks can collect all kinds of static and dynamic information of the target objects, and then sensors send these data information to users or intelligent terminal devices. With the continuous progress of computer and handheld intelligent terminal technology, the real world and the information world have diversified.
The main function of the network layer is to connect the information collected by the perception layer with the Internet and eventually provide it to the third application layer for use. The network layer mainly relies on wireless communication technology, such as Zigbee, Bluetooth and other wireless network technology, WiFi and other wireless local area network technology, WiMAX and other wireless metropolitan area network technology in a wider range, as well as a wide range of 4G, 5G mobile wide area communication technology. The above wireless technology enables a large amount of data collected by the perception layer to be uploaded anytime, anywhere.
The application layer mainly carries out data processing, storage, analysis, decision-making and reprocessing according to different needs of users, so as to provide network management and intelligent services for people in different time, place and fields.
Its corresponding organizational structure and corresponding application technology are shown in Figure 2 .
C. WEB SERVICE COMPOSITION TECHNOLOGY
Essentially speaking, Web service is a kind of Web application, which is multi-level system architecture and consists of protocol stack in every layer of Web service. In the whole Web service architecture, it mainly consists of the following service layers: corresponding to the transport layer, network layer and middle layer, the transport layer and network layer at the bottom layer always follow the standards of protocol IP, HTTP and so on. In Web composition, the middle four layers correspond to the layers that follow the standards of SOAP, WDSL and so on.
Web services as a whole have the characteristics of independence and independent inclusion. It is an application based on programming. With the further development of Web services, in order to satisfy different QoS attribute values of customers, a large number of Web services can be combined to achieve the best way to meet customer needs. There are many ways of Web composition. The basic ways of Web composition, such as static composition, are essentially based on the whole application environment. Dynamic composition mainly realizes the self-realization and self-selection of Web service composition, and it also basically realizes automation in the process of building model. Semi-automatic combination, which is mainly in accordance with fixed steps, does not need human intervention until it completes the final goal task.
Web service composition consists of abstract service, candidate service and quality of service. The corresponding abstract service is a part of Web service composition, and each corresponding abstract service composition corresponds to a corresponding function.
III. RELEVANT WORK ANALYSIS: RESEARCH ANALYSIS AND EXISTING PROBLEMS OF WEB SERVICE COMPOSITION ALGORITHMS BASED ON QoS
This section will mainly discuss the related research and analysis of Web service composition algorithm based on QoS in the Internet of Things environment and the existing problems.
A. RELEVANT WORK 1: RESEARCH AND ANALYSIS OF WEB SERVICE COMPOSITION ALGORITHMS BASED ON QoS
The research of Web composition algorithm based on QoS in the Internet of Things has become a hot issue. A large number of scholars and research institutions have analyzed and studied it.
Firstly, the attributes of QoS in the Internet of Things need to be further clarified. In the Internet of Things environment, the following concepts need to be discussed [21] , [22] :
1) TRANSFER TIME
It mainly refers to the running time, starting from the requesting end of the customer, and ending at the receiving of relevant information in the whole service system. Its corresponding average time calculation method is shown i n Formula 2, where the corresponding n is the total number of transfers, and the corresponding t(i) represents the time of service I processing.
2) RELIABILITY The probability that the normal operation of the system will not be problematic in a certain period of time is evaluated on the basis of the average fault interval time and the average recovery time after the failure. The final success rate is taken into account as the final evaluation criterion. The corresponding mathematical formula is shown in Formula 3, where N(i) refers to the number of times of successful operation of Service I.
3) COST CONTROL Specifically refers to the amount of cost needed to implement a service portfolio, and only calculates the cost of its operation in the actual operation process.
In the current research of Web service composition algorithm based on QoS, the research on its Web service composition architecture mainly focuses on four structures: sequential structure, circular structure, parallel structure and branching structure. The abstract figures of the four corresponding structures are shown in Figure 3 .
Based on the above theory, a large number of scholars have studied and analyzed the model of Web Composite Services based on QoS in the Internet of Things. It is mainly based on the basic core theoretical models such as a 1 , a 2 , a 3 , a 4 . . . . .a n ). . . . . a 2 , a 3 , a 4 . . . . .a n )
The corresponding constraints are shown in Formula 5.
The so-called multi-objective model is to find an optimal combination solution among many objective solutions. Its corresponding model example is shown in Figure 4 .
In the actual operation of the model, there are some problems, such as high operating cost and no evaluation of security and stability. At the same time, the matching accuracy of the model is not discussed in the research and analysis.
Based on the above model, there are also some problems such as MCP model. In order to satisfy the security and reliability requirements of Web composition algorithm based on QoS and improve the accuracy of semantic matching of the whole combination algorithm, a large number of scholars and research institutions have studied and analyzed it [12] . In order to optimize the Web composition algorithm based on QoS, some papers proposed to optimize the algorithm based on context semantics. Although this algorithm optimizes the flexibility of the algorithm to a certain extent, it still has problems in improving matching accuracy and service security credibility. In order to improve the accuracy of semantic matching of the whole system, relevant scholars have proposed a logic-based semantic matching algorithm. However, this algorithm simply assigns semantics to several simple logical levels. Such a classification is too rough. If the matching resolution node is two sibling nodes, it will lead to the failure of matching the whole system. According to the shortcomings of logical matching, some related scholars put forward non-logical matching algorithm, which will cause irrelevant semantic relations to some extent, thus causing misjudgments.
B. RELEVANCE ANALYSIS 2: CURRENT PROBLEMS OF WEB SERVICE COMPOSITION ALGORITHMS BASED ON QoS
Based on the above analysis, there are three problems in the QoS-based Web Service Composition Algorithms in the Internet of Things.
1) RELATIVELY LITTLE RESEARCH HAS BEEN DONE IN THE INTERNET OF THINGS ENVIRONMENT
The complex dynamic environment of the Internet of Things and the heterogeneous characteristics of the environment put forward higher requirements for Web service composition, but there are few related research papers based on the Internet of Things. At the same time, several existing models such as MCP do not have the ability and advantages to serve the Internet of Things.
2) LACK OF RESEARCH ON SAFETY AND RELIABILITY
At present, the research of Web Composite Services based on QoS only pays attention to the related issues such as running cost, time and so on, but does not pay attention to the security and reliability of Composite Services.
3) NEGLECT OF SEMANTIC MATCHING ACCURACY
In the dynamic and heterogeneous environment of the Internet of Things, the QoS-based Web composition algorithm needs to take full account of the semantic matching accuracy of its composition in order to save its running time and improve the quality of services.
IV. WEB SERVICE COMPOSITION OPTIMIZATION ALGORITHM BASED ON QoS IN THE ENVIRONMENT OF INTERNET OF THINGS
In the Internet of Things environment, because the Internet of Things has the characteristics of dynamic variable environment and heterogeneous environment, traditional QoS-based Web composite service algorithm has many disadvantages in service security, reliability and semantic matching algorithm. This section will optimize the current Web service composition optimization algorithm based on security degree calculation optimization algorithm and multi-semantic matching strategy algorithm improvement.
A. ANALYSIS AND RESEARCH ON ALGORITHMS COMBINING SECURITY DEGREE COMPUTING AND QUALITY OF SERVICE
In the traditional Internet of Things environment, the combination matching of Web services based on QoS is limited to the realization of service functions and neglects the improvement of security and credibility. Security trustworthiness, as a part of Web Composite Service Quality Assessment, needs to 48842 VOLUME 7, 2019 be taken seriously. In this section, the optimization algorithm based on multi-population genetic algorithm will be used to improve the reliability of service security of Qos-based Web composite optimization algorithm in the Internet of Things environment.
The structure diagram of the multi-population genetic algorithm presented in this section is shown in Figure 5 .
In the multi-population algorithm applied in this paper, the parallel structure multi-population algorithm is mainly applied. It replaces multiple populations with a single independent population to improve the reliability and security. It uses multiple populations to overcome the problem of large mutation probability and large first-order crossover probability existing in individual populations. At the same time, multi-population parallel can be used to realize large-scale population. The ability of searching enables it to search for excellent individual services in a local area, while ensuring the security and credibility of the service. When all parallel populations have finished their evolution generation, the corresponding populations will exchange information to optimize the population, so as to further iterate the inheritance of the security and credibility algorithm. The main algorithm flow is shown in Table 1 below.
As shown in the table, the operation steps of the algorithm based on multi-population genetic algorithm are mainly divided into eight steps, corresponding to the first step: Encoding real numbers to complete mapping preparation; the second step: Sequential Modeling and Variation Function F (x); the third step: Using single point crossover and odd variation to get crossover probability; the fourth step: In coding real numbers to complete mapping preparation; the second step: Sequential Modeling and Variation Function F (x); the third step: Using single point crossover and odd
Step 5: Individual fitness values are derived from population adaptation; Step 6: Sorting Relational Functions; Step 7: Calculate the credibility and get the new population; Step 8: Judge the credibility value and end the process according to the credibility.
B. RESEARCH ON SEMANTIC MATCHING ALGORITHMS OF MULTIPLE STRATEGIES
Traditional semantic matching technology is based on the matching of service output parameters in the whole system. The matching principle of corresponding input parameters is similar to that of input parameters, and the matching in the whole system is single-ended matching. The logical relationship between traditional semantic matching algorithms is limited to inclusion and inheritance. The matching table of corresponding logical algorithms is shown in Table 2 . As shown:
The corresponding rout and aout represent the ontology of the corresponding request service and candidate service respectively. As can be seen from Table 1 , if rout = aout, the corresponding result can be returned; if there is a relationship between rout and aout, the corresponding result will be returned to Plugin; otherwise, the whole matching result will VOLUME 7, 2019 fail. It can be seen that the corresponding traditional semantic matching algorithm has the following shortcomings:
1. The algorithm does not know brothers in essence, so it is easy to cause misjudgement. That is, when rout and aout correspond to two brothers respectively, their default matching results fail, but in fact they are only semantically similar.
2. In the process of matching, the traditional algorithm has the phenomenon that the matching level is too rough, that is, when the number of Web services is large, it is easy to cause a large number of matching services of the same level to be difficult to distinguish.
The corresponding sibling node logic matching schematic diagram is shown in Figure 6 .
Based on the traditional semantic matching algorithm mentioned above, this paper proposes a multi-strategy semantic matching algorithm, which combines the improved semantic distance algorithm and the improved non-logical semantic matching algorithm.
The traditional semantic algorithm is improved based on the semantic distance optimization algorithm when the semantic classification is too rough. Firstly, the semantic distance represented by this distance algorithm is defined, which represents the shortest path at the same time. At the same time, the logical matching value is converted into a specific number. At this time, the corresponding semantic similarity and semantic distance are mathematically inverse. The corresponding core is shown in Formula 6.
Sim dis(w1,w2) = 1/ (1 + Dis(w 1 , w 2 ) ) (
The corresponding w1 and w2 are any two semantic concepts in the field of semantics. The weights of the corresponding two concepts on the shortest path can be expressed as shown in formula 6. In formula 6, the corresponding weights are related to the density of the location of the corresponding nodes, and also to the height of the tree in the whole classification hierarchy.
Based on the traditional algorithm, this optimization algorithm directly converts several logical results of the classical algorithm into corresponding numbers, in which the corresponding Exact corresponds to the number 1, the corresponding Plugin corresponds to the number range 0.2-1, the corresponding Subsumes corresponds to the value range 0-0.5, and the corresponding Fail corresponds to the number 0. For the mathematical relationship between semantic similarity and semantic distance as shown in Formula 5, the new optimization algorithm still follows the inverse relationship. In the aspect of node path weight, only one path is considered between any node, and the corresponding weight relationship is still considered to be related to the density of the node and the height of the hierarchical tree. The optimized algorithm ontology diagram is shown in Fig. 5 . The basis of the proposed algorithm based on semantic distance is the ontology hierarchy tree shown in Fig. 5 . The hierarchy of the nearest common ancestor nodes of W 1 and W 2 in the tree is defined as the nearest neighbor height H, and the corresponding number of direct sub-nodes is called the nearest neighbor width W. The corresponding semantic similarity correlation formula is as follows. Formula 8, 9 and 10 show that SD (W1, W2) is the shortest path between W1 and W2.
The corresponding ontology schematic diagram is shown in Figure 7 :
In the Internet of Things layer, the complexity and dynamics of the Internet of Things environment and the corresponding heterogeneity are mainly marked. With the rapid development of information technology and the corresponding network technology, the user demand based on the level of the Internet of Things will be more vigorous. The second layer is the corresponding application layer, that is, the application generated by users in the Internet of Things environment and the corresponding Web portfolio. The third layer corresponds to the corresponding semantic matching algorithm based on hybrid strategy, which combines the advantages of corresponding semantic judgment algorithm and non-logical matching algorithm. In this layer, high-precision matching can be achieved without sacrificing matching time. The last layer corresponds to the multi-population-based fuzzy algorithm layer, which mainly solves the security and credibility of Web composite services based on QoS.
For the problem that sibling nodes in traditional semantic matching algorithms cannot be identified, this paper discriminates based on the optimized non-logical algorithm. The corresponding discriminant formula is shown in Formula 11.
In the traditional non-logical matching algorithm, the matching coefficient a determines the success of matching. As shown in Table 3 , assuming that users arbitrarily specify a set of a values, the matching coefficients corresponding to Exact, Plugin, Subsumes and Fail can be calculated according to the corresponding matching level. The corresponding SIM (R, s1) and SIM (R, s2) are similar to service R and sibling node S1 and S2, respectively. Degree coefficient.
As can be seen from the table above, the traditional nonlogical matching algorithm has some problems in matching coefficient. Based on this problem, this paper proposes a new matching coefficient which matches Plugin and Subsunes. The corresponding coefficients are assumed to be a and b, then the corresponding a and B should satisfy the following equation. As shown in formula 12, assume the service depth corresponding to request service R, candidate service S1 and S2 respectively. For d1, d2 and d3, the relationship between the corresponding request service R and candidate service S1 and S2 can be obtained based on the above formulas. The corresponding relationship is shown in Formula 13.
Based on this, the actual relationship between the matching coefficient a and b can be obtained as shown in formula 14.
The above is the core principle of this section's semantic matching optimization algorithm based on the combination of non-logical algorithm and semantic overlay algorithm.
C. QoS-BASED WEB SERVICES COMPOSITION OPTIMIZATION ALGORITHMS IN THE ENVIRONMENT OF INTERNET OF THINGS
Based on the above two improved optimization algorithms, this section will give the algorithm model of the whole system. The corresponding model block diagram is shown in Figure 8 , and the corresponding top layer is the corresponding macro-environment mechanism of the Internet of Things. The corresponding top layer is the corresponding multi-population genetic algorithm action layer.
D. EXPERIMENTS AND DATA ANALYSIS
Based on the final system of the above algorithm, this paper carries out experiments to verify the reliability of the improved algorithm and the optimization degree of semantic matching. In order to ensure that the whole experimental environment is under the same conditions, the controllability of variables is fully taken into account in the comparative experiments. The service composition used is abstract service composition relationship. The corresponding experimental array is shown in Table 4 below.
Based on the operation of multi-population genetic algorithm, the corresponding fitness can be obtained as shown in Table 5 . From the table, we can see that the corresponding credibility of genetic algorithm is improved by many levels compared with the traditional algorithm.
To verify its convergence, the corresponding iteration times of this algorithm are shown in Figure 9 .
In terms of the accuracy of semantic matching, the six experimental arrays were run five times, and three typical results were selected to analyze their corresponding data tables as shown in Table 6 . From the table, we can see that the more the number of corresponding R1, R2 and R3 appeared, the higher the corresponding accuracy.
In order to verify that the proposed algorithm has the advantage of semantic accuracy and does not sacrifice the matching time, this paper calculates the iteration times, and the corresponding time of the two algorithms is shown in Figure 10 . The corresponding iteration times are 100, 200, 300 and 1000, respectively. Figure 11 illustrates the performance curves of four corresponding algorithms on convergence. From the graphs, it can be seen that the proposed algorithm converges faster on convergence.
V. CONCLUSION
With the rapid development of information technology, computer technology and embedded technology, the Internet of Things technology has gradually become a research hotspot, and the knowledge-intensive service industry has made greater contributions to the country and society, especially for communication service enterprises. Communication service enterprises are the basic enterprises for social network communication. Only by improving the quality and efficiency of communication service enterprises can we bring more reliable communication guarantees to the whole society, and more and more people can enjoy the convenience brought by high technology. Although the traditional Web composition scheme based on QoS has greatly improved in meeting users' needs and the efficiency communication service, there are still some problems in the security and reliability of services, and there are also some defects in the accuracy of matching with users' needs. Therefore, based on the above problems, this paper innovatively proposes an algorithm that combines security computing and quality of service (QoS) for security credibility. In this process, it is mainly based on multi-population genetic algorithm. For matching accuracy, this paper proposes a multi-strategy semantic matching algorithm, which is mainly based on semantic similarity algorithm to optimize. The experimental results show that the proposed QoS-based Web combinatorial optimization algorithm cannot only meet the quality requirements of users, but also solve the security and credibility problems, and improve the accuracy of semantic matching and the efficiency communication service.
Based on this study, the following prospects are made: 1. For the improvement of its security and credibility, the proposed algorithm sacrifices its convergence to some extent. In this respect, further research and analysis are needed.
2. Further discussion is needed on the internal friction of the whole system and whether it can optimize its structure.
