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Our work, initially presented in [2] , focuses on the use of selfadaptive software in applications with strict functional and nonfunctional requirements. These applications need compelling assurances that the software continues to meet its requirements while it reconfigures its architecture and parameters at runtime. To address this need, we propose an end-to-end methodology for the ENgineering of TRUstworthy Self-adaptive sofTware (ENTRUST) [2] .
Unlike previous research, which is limited to the provision of assurance evidence that individual aspects of the self-adaptive software (e.g. the reconfiguration decisions or their execution) are correct, ENTRUST integrates design-time and runtime modelling and verification of all these aspects with industry-adopted assurance processes. Accordingly, ENTRUST supports the development of both trustworthy self-adaptive software and assurance cases 1 that confirm the suitability of the software for its intended application.
ENTRUST comprises a combination of design-time and runtime methods for engineering all software and assurance elements of a self-adaptive software system. Design-time modelling, verification and synthesis methods are used for the software and assurance case Permission to make digital or hard copies of part or all of this work for personal or classroom use is granted without fee provided that copies are not made or distributed for profit or commercial advantage and that copies bear this notice and the full citation on the first page. Copyrights for third-party components of this work must be honored. For all other uses, contact the owner/author(s). elements developed before the system is deployed. These methods support the enactment of the self-adaptive software and its controller, and the generation of a partial assurance case. The runtime reconfiguration of the software requires further modelling and verification, and the synthesis of additional assurance evidence to complete the dynamic (i.e. continually evolving) assurance case [5] . These activities are performed by the runtime ENTRUST methods.
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ENTRUST is flexible about the modelling, verification and assurance-evidence synthesis methods used in its design-time and runtime activities. In particular, ENTRUST assurance cases can be based on assurance evidence produced by a combination of testing, simulation and formal verification, at both design time and runtime.
To assess the effectiveness of our methodology, we devised a toolsupported instance of ENTRUST [2] that leverages the established model checkers UPPAAL [1] and PRISM [7] for the synthesis of assurance evidence, and the Goal Structuring Notation standard [6] for assurance case development. This ENTRUST instance was successfully used to develop proof-of-concept self-adaptive software for embedded and service-based systems from the oceanic monitoring and e-finance domains, respectively, and to generate dynamic assurance cases for these systems. The code, models and assurance cases from our case studies are freely available on the project website https://www-users.cs.york.ac.uk/simos/ENTRUST/.
