The development of internet nowadays does not only give a positive impact but also gives a negative impact in the form of crime that targets everyone, including children. Cyber crime which impact children as a victim should be handled seriously, this considering the fact that children need to get optimal protection to ensure their growth as the hope of nation. This study aims to determine and analyze the impact on cyber crime that impact children as its victim. This research uses juridicalsociological research method which is analyzed descriptively. The results show that the development of cyber crime that afflicts children as victims every year increases with various forms of development and crime mode. However, the legal protection aimed to reduce such crime is still very weak due to weak legislation, law enforcement performance and cyber security in Indonesia. The research is intended to provide recommendation for the government, law enforcers and the public, so that cyber crime that impact children as victims could be reduced and ensure protection for children. Keywords: Child; Crime; Cybercrime. 
Introduction
Following the rise of internet, different countries have adopted different measure in maintaining the social order in the cyberspace; some are soft, medium and strong.
1 Cyberspace has become a new frontier for the state to show its power.
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Cyberspace then is considered as a new reality in human life which in everyday language is known as internet.
3
The rapid development and use of information technology today brings significant impact to all levels of society. 4 However, it is inevitable that its development also followed with the raising number of crime related to cyber world. Crime in cyberspace or cybercrimes today should have the attention of all parties, this is due to the fact that this crime also categorized as a crime that is extraordinary and seriously affected the society and always threaten the lives of citizens, nations and sovereign states. This crime is the worst side in the modern life of the information society due to the rapid advancement of technology with the increasing incidents of computer crime, pornography, digital terrorism, "war" of hoax, information bias, hackers, crackers and so on. Cyber crime is an activity that has a global dimension combined with advancement in information technology. By virtue of this fact, it is difficult for legal practitioners to give a very firm definition of this crime. Until now there is no definition that can be accepted by all parties it is because there is no agreement on the scope of crimes committed in cyber space.
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In America, the US approach to cyber-world security is implicitly dependent on effect-based logic. That is, it assumes that the key question that determines how
Americans and others will respond to attacks is the effect they have. 8 In China, as in several other countries in the same group, to control the Internet, China has implemented laws and regulations on the administration of revolving activity criminalizing, content filtering and user monitoring so as to maintain security and stability both at community and state level. 9 In Nigeria, the National Siber Security Policy and Strategy is largely a requirement in terms of content, but fails to deal with that particular elements of cyber security concern in the Nigerian environment.
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The development of today, the Internet has evolved into the so-called "Web 2.0". However, the widespread use of Internet services offered has provided individual users a potential target for cyber criminals. One of the target of cyber crime is child. 11 Mohamed Chawki asserts that the impact of the use of cyber also impact children in the form of online child sexual abuse as an increasingly visible problem in today's society. This is due to an increase in illegal activity. are not only off-line but also online.
Buying and selling children through online media is a crime directed against children by utilizing information and technology as a medium to communicate, show,
show or distribute child pornography or child sexual activity. Children are subjected to sexual violence and become commercial sex objects. The use of children for online sexual purposes via the internet has been widely found by law enforcement. Several cases have been brought to justice but most cases have failed to punish the perpetrator because of the difficulty of accessing the crime victims. Online sexual crime cases in children in the future are estimated to increase along with the high internet users in Indonesia. By virtue of these facts, of course the protection of children victims of crime siberntara should be a serious concern of the government, with appropriate measures of handling to protect children from cyber crime. 
The Development of Cyber Crimes Afflicting Children as Victims

Witness and Victim Protection Agency (LPSK)
LPSK handles child as victim of cybercrime in 2006. This is based on the application of two cases, and proactive handling of 1 case. In relation to the discussion in this study, to find the form of cyber crime that affects children The utilization of cyber media from four categories of choice that we presented to the respondents, namely Simplify the work, Unlimited Communication Channels, Media
Learning and Crime Facility, it appears that the choice of respondents choose the use of 35% cyber media as a means kejahatanyang is the highest percentage of choice -Another choice.
The high percentage of cyber-media usage is an urgency when it is associated with the age of the child in the utilization of cyber media. This can be observed in the results of this is a phenomenon that should be a serious concern that children also need internet presence in its developmental age. In relation to the use of the Internet for children the author distributed questionnaires to determine the level of child safety in the utilization of cyber media. The following is presented in the table below: Observing the questionnaire results, Freedom of the children in accessing the internet and the absence of family supervision and lack of understanding of the threats that can be obtained from cyber space make children vulnerable as a victims of crime through the internet media. Thus, parents should be the absolute party to provide protection for children, especially in this case for the threat and potential threat of cyber crime in the form of Child Online sexual exploitation.
This increasingly opens opportunities for cyber crime attacks more easily.
The organized production and distribution of pornographic materials carried out by pythophilia networks involving children as victims appears to have long been the case. Increasingly widespread child crimes are no longer limited by distance, accidents of child sexuality are increasingly easy to fortify with good and close supervision and security by parents to the protection of the state. Thus, children need an active role for parents, families, and society in general. It is given that the mental state of a child who is immature, and not yet have the correct level of knowledge, but always stimulated with a great sense of curiosity. This situation can place the child as a potential victim of the development of the technology itself.
15
Furthermore, against the factors that make the threat to the child the use of siber media, it is also important to know the forms of cyber crime that occurs in children so as to cause children as victims. The following are presented in the table below. It is illustrated that crimes related to cyberspace that affected children are 44% pornographic, cyberbullying 34%, 11% fraud and other crimes 11%.
The Impact of Cybercrimes Afflicting Children as Victims
One of the problems of cyber crime is cyber pornography (especially child pornography) and cyber sex. Neill Barrett asserts that cyber pornography is one of the crimes that occurred in cyberspace, which is the activity of loading, accessing 18 ibid 19 The definition of echhi content is anything, including online sites and games, of erotic nature such as a scene where the character is undressing, upskirt, and even nude, yet it does neither go as far as sexual intercourse nor sexual abuse scene. However, in this case, ecchi aims at making the audience aroused to have sexual intercours,Wikipedia, 'Pengertian Konten Echi' (Wikipedia) <https://en.wikipedia.org/wiki/Ecchi> accessed 24 December 2017. 20 It means an anime/manga/game genre where a male character is surrounded by many female characters, Wikipedia, 'Definition of Anime Genre, Wikipedia, 'Pengertian Genre Anime' (Wikipedia) <https://en.wikipedia.org/wiki/Harem> accessed 24 December 2017. 21 The type of hentai content is any video game, anime, or manga which shows sexual intercourse or pornography. Hentai is a Japanese slang used to mock someone with weird and naughty behavior with a tendency to sexual perversion, Wikipedia, 'Pengertian Hentai' (Wikipedia) From the result of these researches, it can be said that the cyber crime against children not only happen in Indonesia, but this also happened in some foreign countries, such as in Korea, Turkey and Netherlands. This situation then shall be taken seriously, because the Children shall be protected against any danger that threatens it for its future better survival.
Crimes that occur as a result of the development of science and technology require special attention, so that people avoid the things that are not desirable.
29
Recent technological advances have led to many advances in all fields, including in contact with others. Cyber world activity is one of them. The activity of the cyber world is very broad and covers many things and in various fields. Through electronic media, society enters the cyber world that is abstract, universal, out of the state, place and time.
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The author then analyses this phenomenon with criminology theorem. The criminology theory used is Social Control Theory. The Social Control theory considers that the motivation to commit a crime is part of the natural human condition. The theory of social control focuses on the techniques and strategies that govern human behavior and leads to adjustment or adherence to the rules of society. 31 Social control theory refers to any perspectives that deal with the control of human behavior. The emergence of social control theory is caused by three different developments in criminology, ie:
1. Reaction to labeling and conflict orientation and back to criminal behavior research;
2. The emergence of studies on criminal justice as a new science has brought changes to criminology to become more pragmatic and system-oriented; and 3. Social control theory has been associated with a new research technique especially for the behavior of children or adolescents, namely self report survey.
32
The starting point of social control theory is the answer to the question why not all people commit a crime. The answer is the emergence of deviation behavior (deliquency) when the bonds of life are weak or cracked.
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Such a theory of social control if associated with the object of this study is an important part to be studied by using social control theory. This is by departing from the increasingly diverse society and advancing the level of civilization to to the lack of internalization of norms and rules governing behavior to conform to social system norms containing legal punishment, the collapse of established social control, and/or the absence of engineering or the existence of social conflicts and techniques for organize the behavior of a group or social institution in which the person is a member. 37 The approach conducted by Reiss strongly influenced by the tradition of social disorganization, but has an emphasis as it exists in social control.
So that is not also spared to children who are currently dependent to cyber media and are very vulnerable to the problems caused, so that children become victims resulting from the behavior of adults who take advantage of "innocence" of The basis of this argument is that the rights of the child will be free from the threat of criminal acts of the cyber, also part of the responsibility of the state, in order to be seriously concerned that the danger of cyber crime which causes the child to be victimized in Indonesia there is a significant increase every year. So it should be a common issue, that the problem becomes a common problem of the nation that should be a priority in the aspect of national development. So at the end of this description, the author argues about the existence of cyber crime against the victim then the child is the next generation of nation that needs special legal protection different from adults, due to physical and mental reasons of immature and mature children.
Conclusion
The cyber crime targetting children keeps on developing in terms of its forms and modes. The issue of preventing and eliminating cyber crime should be a priority for both the government and the law enforcer, as well as all parts of the society. Children who are still immature both physically and mentally as well as lack experience and understanding should be prioritized for the protection for their own best interests. The growing number of cyber crime incidents require the energy and synergy from the regulatory perspective as well as willingness from the law enforcers and all parts of society, including particularly parents and family. The set of laws which Indonesia has possessed should be intelligently and effectively operationalized, despite the many obstacles in its way due to its poorly integrated distributions in many laws. Therefore, it is expected that in the future, the cyber crime which targets children should be viewed as a serious crime, hence a serious treatment is needed to deal with it. 
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