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Abstract 
In this paper, we are going to propose Customized 3-tier service suite in cloud computing environment. The use of 
service specific virtual machines (VMs) in Cloud computing reduces the administration overhead associated with 
manually installing required software for every service on every computational resource. In this paper, a solution that 
solves the problem by separating a VM into 3-tiers is presented. Three layers of service abstractions which are further 
named as Customized 3-tier service suite in cloud computing scenario is proposed in this paper. Cloud service life 
cycle has been discussed. Cloud system performance is increased as the number of requests handled by the services 
grows.
© 2011 Published by Elsevier Ltd. Selection and/or peer-review under responsibility of C3IT 
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1. Introduction 
Cloud computing shares geographically distributed computing resources rather than having local machines 
for handling applications. Cloud computing offers computing processing power, storage, network 
bandwidth, software usage, software development, testing, security and so on as services over the Internet. 
The behaviour of cloud computing is dynamic in nature. The success of cloud computing is mainly based 
on the effective implementation of its architecture which is not just based on how the application works 
with the intended users. Cloud computing requires an interaction with the hardware which is essential for 
ensuring proper access of the application. Hardware and application both have to work together. If the 
application fails, the hardware would not be able to push the data and implement certain processes. On the 
other hand, hardware failure means interruption of operations. Successful implementation of cloud 
computing requires proper implementation of certain components without which cloud computing is not 
possible. The cloud computing architecture of a cloud solution is the structure of the system, which 
comprises cloud resources, services, and software components.  
Web based Service means a software system designed to support interoperable machine-to-machine 
interaction over a network. A service is the endpoint of a connection and has some types of underlying 
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computer systems that support the connection offered. The combinations of services, internal and external 
to an organization, make up a service-oriented architecture.  
Cloud service providers and consumers are the two sides of cloud computing services. Details of 
combinations and configurations for a service-oriented business value network have been described in [1]. 
Distinct cloud computing services are proposed in [2], such as Software as a Service (SaaS),  Platform as a 
Service (PaaS) and Infrastructure as a Service (IaaS), Information as a Service (InaaS), Storage as a 
Service (StaaS), Bandwidth as a Service (BaaS), Security as a Service (SeaaS), Design as a Service 
(DaaS), Product as a Service (ProaaS), Communication as a Service (CaaS), Entertainment as a Service 
(EaaS), Protection as a Service (PraaS), Efficiency as a Service (EfaaS), Time Management as a Service 
(TaaS), Reward as a Service (RaaS), Event as a Service (EvaaS), Service as a Service (SraaS).  
A model of seven level service layer abstractions using cloud computing framework proposed in [3] 
having integrated and co-related modules. This framework is typically an abstract representation of the 
services. 
In this paper, we are going to propose Customized 3-tier service suite with only three service layer 
abstractions in cloud computing scenario. Section 2 shows the background of our approach. Section 3 
presents Customized 3-tier service design framework. Experimental results are presented in Section 4. 
Conclusion is depicted in Section 5. 
2. Background 
We have considered this model of seven level service layer abstractions framework [3] as our background 
work. In multi-layered service suite, service logic does not depend on specific layer.  Adding or removing 
a new layer does not require changes to the logic and vice versa. Therefore, cloud computing services can 
be offered over any layer immediately as they are independent to concrete communication protocols and 
models. This abstraction has the freedom for applying different strategies in run time different service 
requests. Different service of a Cloud requires different types of software installed on the computational 
resources to be able to execute user request. To simplify the process of creating a custom VM, the Image 
Creation Station (ICS) has been developed [4]. VM image to the worker nodes boots the VM and executes 
the job in this VM. Inside the VM, the user can access his or her home directory, mounted via the Network 
File System (NFS). A large number of users together with the possibility of having more than one VM per 
user increase the probability that some of the VMs will not be updated by their owners. Cloud computing 
uses virtualization technology to offer a non-shared use of resources with publicly accessible worker 
nodes on demand. For example, Amazon EC2 offers VMs from their own organization; it means the 
majority of users operate on the same basic installation. The Service Abstraction Layer should hide its 
internal representation from its clients to ease the exchange and modification of its internal structure and 
logic. The overall framework is constructed maintaining seven distinct layers for reducing design 
complexity. The individual layers are shown in Figure 1. 
Figure 1. Seven Service Layers Framework 
7. Application Service Layer (ASL) 
6. Forecasting Service Layer (FSL) 
5. Supervised Service Layer (SSL) 
4. Message Passing Service Layer (MPSL) 
3. Safety Service Layer (SaSL) 
2. Special Service Layer (SpSL) 
1. Physical Service Layer (PSL) 
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3. Proposed Work 
In cloud computing, end-user contracts with cloud providers for services. A cloud service has a set of 
lifecycle states which are described further in this section. Figure 2 describes the individual service states 
of the service lifecycle. 
Figure 2. Cloud Service Life Cycle 
Individual service states of each service lifecycle are mentioned as follows:
i) Template: Developer defines the service in a template that describes the content of and interface to a 
service.
ii) Availability: Service provider applies constraints, costs and policies to a template to create an offering 
available for request by a user. 
iii) Catch: A user and a service provider enter into a contract for services including SLAs. 
iv) Instances: A service provider deploys and operates a service instance as per the contract with the user. 
Then user can use a specific service.
In this work, in template and availability phases, computing resources are considered in a different way - 
in computing view, which captures the computational and storage resources of each service at different 
abstraction levels. Ensuring end-to-end isolation requires a fine-grained control of information 
manipulated in each layer crossed along the data path. To simplify, we consider three main layers in cloud 
computing multi-layered service - Physical Service Layer (PSL), Hypervisor Service Layer (HSL), and 
Application Service Layer (ASL), broadly corresponding to multi-layered service suite conceptualization 
[3] layers 1 to 3, 4 to 6, and 7 respectively as shown in Figure 1. 
Physical Service Layer (PSL): At this layer, network separation relies on different network equipments 
like, switches, routers, and firewalls. Bandwidth is considered in physical infrastructure. It is possible to 
create network overlays at link layer [5]. In cloud computing view, a VM allows a single physical 
equipment to offer several instances to the Network Interface Controllers [6]. 
Hypervisor Service Layer (HSL): At this layer hypervisor provides control with software-virtualized 
interfaces and firewalls. The management of different information switches is easy and is possible for 
built-in services accessible from the host OS.  
Template 
Availability  
Catch
Instances
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Application Service Layer (ASL): The VM essentially relies on the HSL for cloud computing and 
networking separation. A large number of services are already available to a cloud network. These 
services run into conventional user/group administration problems such permission management to 
determine the domains in which users, applications, and devices can be added.  
Application Service Layer (ASL) 
Services: 
Entertainment as a Service (EaaS), 
Product as a Service (ProaaS), Service as a 
Service (SraaS), Software as a Service 
(SaaS) 
Hypervisor Service Layer (HSL) 
Services: 
Design as a Service (DaaS) 
Efficiency as a Service (EfaaS) 
Time Management as a Service (TaaS), 
Event as a Service (EvaaS), 
Communication as a Service (CaaS), 
Information as a Service (InaaS) 
Physical Service Layer (PSL) 
Services: 
Storage as a Service (StaaS), 
Bandwidth as a Service (BaaS) 
,Reward as a Service (RaaS), 
Protection as a Service (PraaS),  
Security as a Service (SeaaS) 
Platform as a Service (PaaS) 
Figure 3. Customized 3-tier Service Suite 
A brief overview of our proposed Customized 3-tier service suite for cloud service separations scheme 
feedback loops over views and layers based on the previous principles as shown in Figure 3. Each cloud 
resource offers well-defined interfaces to capture its state (Service detection), and to perform actions on it 
(Service reaction), both from the system and the network perspectives. In each layer, individual decision-
making components (i.e., Resource managers) provide the necessary interfaces to realize the collective 
layer management behaviour. Each layer offers the needed management interfaces to perform 
synchronization between layers.
Two types of scheme guarantee overall consistency of self-management of cloud service separation - 
Vertical Scheme (VS): Synchronize overall cloud service separation management behaviours between 
layers, and implements the patterns. For instance, in case of inconsistency between services layers, VS 
may decide to enforce specific rules on a particular layer, according to service provider-defined policies.  
Horizontal Scheme (HS): Synchronize each layer cloud service separation behaviours between computing 
and interconnecting views. The HS summarizes information and provides it to VS.  
Separation between each service layer implements a hierarchical model, defining a service based modular 
system that can be easily extended to fit a particular cloud service. 
4. Experimental Results 
In this section, experimental results have been shown as per our proposed approach. In our setup, 3-tiers 
have been considered at present. Each tier has four resources.  
The characteristics of the machines, considered in our experiments, are as follows:  
(i) Server Configuration:  
Processor: Intel Xeon, 3.73 Ghz.  
Memory: 2GB  
(ii) Other machines:  
Processor: Intel Pentium IV, 3 Ghz.  
Memory: 512 MB
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Figure 4. System Performance (SP) vs. Number of Services (N) 
System Performance (SP) proportionally decreases as number of instances of each service increases. As 
number of service instances grows high, it affects the performances of system as shown in [3].  
5. Conclusion 
In this paper, a 3-tier service suite in cloud computing environment has been discussed. It shows better 
results in terms of system performance to compare with [3]. Each type of service layer is shown 
combining different types of cloud based services.  Cloud service life cycle has been discussed in this 
paper. Two types of scheme guarantee overall consistency of self-management of cloud service separation 
- Vertical Scheme (VS), Horizontal Scheme (HS). Customized 3-tier service suite in cloud computing 
environment is proposed in this paper. 
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