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INTRODUCTION 
The freedom to and sanctity of the contract, as cornerstones, aid parties in deciding with 
whom, on which terms and when to contract.
1
 The employment of constitutional values is 
required to achieve a balance which strikes down excess freedom of contract whilst 
permitting individuals the dignity and autonomy to regulate their lives.
2
  Autonomy is the 
essence of that freedom, even if it is to the party’s own detriment, and vital to dignity.3 Public 
policy endorses this freedom coupled with recognising the need to do simple justice between 
parties.
4
 Perhaps, the parties may also be allowed to decide on the method in which they 
conclude a contract if and when they decide to do so, which could include by email and/or 
Short Messaging Service (SMS).
5
 In our digital age, agreements, including their amendments 
and notices, may be formulated through a wide range of data messages.
6
 
When the internet was introduced, concerns were raised on the validity of electronic 
transactions. Legislation such as the Electronic Communication and Transactions Act
7
 
(ECTA) in light of the United Nations Commission on International Trade Law Model Law 
on Electronic Commerce
8
 (MLEC) and the Model Law on Electronic Signature
9
 (MLES) 
were introduced to address these concerns. The fourth industrial revolution, which blurs the 
lines between the physical, digital and biological sphere,
10
 also affects contracts since current 
legislation does not provide for the challenges brought with the recent inventions.
11
 At the 
core of this revolution is the concept that billions of people are connected by mobile 
devices.
12
 This study will not focus on the effects or the impact of the fourth industrial 
revolution – it will cast a spotlight on an aspect gaining greater impetus; social media. 
                                            
1
 Hutchison and  Pretoruis  (eds) The Law of Contract in South Africa (2018) 21. 
2
  Barkhuizen v Napier 2007 5 SA 323 (CC) par 12. 
3
  Barkhuizen v Napier (n 2) par 57. 
4
  Barkhuizen v Napier (n 2) par 73. 
5
  Spring Forest Trading CC  v Wilberry 2015 2 SA 118 (SCA), Jafta v Ezemvelo KZN Wildlife (D204/07) 
[2008]  ZALC 84 and Sihlali v South African Broadcasting Corporation Ltd 2010 ILJ 1477 (LC) also 
appearing as Mafika v SA Broadcasting Corporation Ltd’ 2010 5 BLLR 542 (LC), the pivotal issue in this 
study. 
6
  Strachan “Drafting in a digital age” 2015 Without Prejudice 16 17. 
7
  25 of 2002. 
8
 UNCITRAL Model Law on Electronic Commerce with Guide to Enactment 1996 with additional article 5 
bis as adopted in 1998 (General Assembly Resolution 51/162 of 16 December 1996). 
9
  UNCITRAL Model Law on Electronic Signature with Guide to Enactment adopted in 2001 (General 
Assembly Resolution 56/80 of 5 July 2001).  
10
  Majake “The Fourth Industrial Revolution - Innovation 4.0” 2018 Quest 4. 
11
 Mukhovha “A lawyer in the fourth industrial revolution” 2018 Without Prejudice 30. 
12
  Wierzycka “The fourth industrial revolution is upon us” 2016 Personal Finance Newsletter 1. 
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Social media, a growing industry, is used more for the sharing of information such as 
photos and videos amongst its users. It connects people around the world in a simple manner. 
These days it is even used to negotiate and at times conclude contracts. Although the ECTA 
provides for electronic contracts, the true extent of its application is yet to be determined. The 
question now remains whether the court will recognise contracts concluded, amended and 
terminated on social media along the same lines as emails and SMSs have been. This is the 
sentiment among many authors.
13
 
The aim of this study is to determine whether the ECTA can be applied to contractual 
issues as a result of social media. Although most social media platforms already allow users 
to sell products online, this study will consider contracting between private parties making 
use of the direct messaging function available on some of the most popular social media 
platforms. Crucial formalities such as writing and signature will be considered extensively in 
light of electronic contracts. Taking the cornerstones of contracting into consideration, it will 
be difficult to see how a court can refuse a contract in this manner, should it comply with all 
the requirements for a valid contract. 
In light of the above, the following will be considered: firstly, how the court has 
interpreted the ECTA to recognised email and SMS conclusion, amendment and termination 
of contracts – thus, establishing the bases upon which these contracts were recognised. 
Secondly, the use of social media will be considered, coupled with a brief explanation of the 
most popular platforms. Understanding what these platforms entail may aid in determining 
whether it is in fact possible to recognise any contractual matter in light of the ECTA. 
Thirdly, the requirements of a contract in light of social media platforms will be considered 
alongside the possible problems that may arise. Fourthly, the ECTA will be considered 
together with the MLEC and the MLES. The enquiry here is how these may extend the 
recognition of an electronic contract to include those occurring on social media platforms. 
Finally, since social media connects people, choice of law will be considered with legislation 
that facilitates electronic agreements in Australia, the United Kingdom and the United States 
of America. The idea here is to investigate whether these may offer insights into electronic 
contracts and the crucial requirements that must be complied with electronically.  
                                            
13
 Keleso and Arbuckle “Electronic communications and contracts” 2015 Without Prejudice 14 16; Manyathi-
Jele “SCA rules that e-mail contract cancellation legal” 2015 De Rebus 57 58; Tucker “A Modern Variation” 
2015 Without Prejudice 35 38; Strachan (n 6) 16. 
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CHAPTER 1: EXTENDING LEGAL RECOGNITION OF THE ELECTRONIC 
COMMUNICATIONS AND TRANSACTIONS ACT 
1.1 Introduction  
The courts have extended the legal recognition of email and SMS conclusion, variation and 
termination of contracts. It even touched on formalities such as writing and signature in light 
of the ECTA. In this chapter, these cases will be discussed with particular emphasis on the 
courts’ rational for their findings. 
 
1.2  Spring Forest Trading CC v Wilberry (Pty) Ltd t/a EcoWash
14
  
The parties concluded a written agreement, in April 2012, in which Spring Forest Trading CC 
(Spring Forest) was appointed as an operation agent.
15
 This included a non-variation clause 
that required the consensual cancellation to be in writing and signed by the parties.
16
 Four 
rental agreements were concluded, in June 2012, between the parties for the use of Mobile 
Dispensing Units provided by Wilberry (Pty) Ltd (Wilberry). Soon thereafter it was clear that 
Spring Forest was unable to meet the rental commitments.
17
 
In February 2013, the parties met to discuss how to proceed due to Spring Forest’s 
inability to meet its rental commitments. During this meeting four proposals were put 
forward, which were confirmed by email later that morning.
18
 The second option was to 
cancel the agreement and walk away. Moments later, clarification regarding this option was 
requested. To this, the representative of Wilberry, confirmed that there will be no further 
claim or legal action on either side subject to all arrears being paid.
19
 The representative of 
Spring Forest then informed Wilberry of their election to cancel and walk away which 
included returning the rented equipment. In March the arrears were paid but Spring Forest 
continued operation at the four locations with another entity since the agreement between 
itself and Wilberry were cancelled.
20
 Wilberry denied the validity of the cancellation and 
sought interdictory relief which was granted.
21
 Spring Forest appealed this decision. Thus, the 
                                            
14
 2015 2 SA 118 (SCA). 
15
  Spring Forest Trading v Wilberry (n 5) par 4. 
16
  Spring Forest Trading v Wilberry (n 5) par 2 and 4. 
17
  Spring Forest Trading v Wilberry (n 5) par 5. 
18
  Spring Forest Trading v Wilberry (n 5) par 6. 
19
  Spring Forest Trading v Wilberry (n 5) par 7. 
20
  Spring Forest Trading v Wilberry (n 5) par 8. 
21
  Spring Forest Trading v Wilberry (n 5) par 9. 
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cancellation of the agreement through a series of emails
22
  informed the question of whether 
the cancelation was valid. In this case, the SCA held that an email complied with the 
requirements of writing and signature.
23
 
The court, in considering the writing requirement, referred to the aims of the ECTA
24
 – the 
promotion of “legal certainty and confidence in respect of electronic communications and 
transactions”.25 Thus, when interpreting the ECTA, electronic transactions and data messages 
must be recognised and accommodated for in the application of legislation and common 
law.
26
 The legal requirement of writing is met when it is in the form of a data message,
27
 
subject to exclusions.
28
 
The signature requirement was discussed in light of the type of signature as well as 
whether or not the typewritten names, at the foot of the email, constituted such signature. 
Two instances are dealt with in the ECTA. Where legislation prescribes a signature and the 
type is not specified, the signature requirement is only met when an “advanced electronic 
signature” (AES) is used.29 The requirement of signature would be met if the method used 
identifies the person and indicates the approval of the information communicated in the event 
that a signature is required by the parties, and the type is unspecified.
30
 In this case, which 
includes reliability and appropriateness for the purposes of information, the circumstances 
under which the method is used should be considered.
31
 Although it was argued that section 
13(1) of the ECTA should apply,
32
 the court stated that it would be an onerous requirement 
and the criteria for accreditation would be detrimental.
33
 It would further undermine the 
obligation to recognise and accommodate electronic transactions when interpreting the ECTA 
and render section 13(3) superfluous.
34
 
                                            
22
 Spring Forest Trading v Wilberry (n 5) par 2. 
23
  Strachan (n 6) 16; Van Eck “Non-variation clause: Shifren to the electronic age” 2018 Without Prejudice 16. 
24
  Spring Forest Trading v Wilberry (n 5) par 16. 
25
  S 2(1)(e) of the ECTA. 
26
  Spring Forest Trading v Wilberry (n 5) par 16. 
27
 Spring Forest Trading v Wilberry (n 5) par 17; SME South Africa “What you need to know about contract 
online” https://smesouthafrica.co.za/16544/Contracting-in-the-digital-age--electronic-ccontracts/ (06-07-
2019). 
28
  S 4(3) and (4) read with the applicable Schedules of the ECTA. 
29
 Spring Forest Trading v Wilberry  (n 5) par 18; s 13(1) of the act. An AES is defined as ‘means an electronic 
signature which results from a process which has been accredited by the Authority as provided for in section 
37’ in sec 1 of the ECTA. 
30
  Spring Forest Trading v Wilberry (n 5) par 18; s 13(3) of the ECTA. 
31
  S 13(3)(a) of the ECTA; Van Eck (n 23) 17. 
32
  Spring Forest Trading v Wilberry (n 5) par 19. 
33
  Spring Forest Trading v Wilberry (n 5) par 20. 
34
  Spring Forest Trading v Wilberry (n 5) par 22. 
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The court also explained that in law a signature is any mark made for the purpose of 
attesting a document or identifying it as the signatory’s act.35 The method used to fulfil the 
function of signature should be considered rather than the form.
36
 Thus, the method of 
signature should authenticate the identity of the signatory.
37
 The requirement for electronic 
signature is met when the data
38
 in the email is intended to serve as a signature which 
logically connects with the content (or data) in the email.
39
 Therefore, the typewritten name at 
the end of the emails, which identifies the parties, constitutes an “electronic signature”.40 
The emails constituted an agreement to cancel the original agreement between the 
parties.
41
 An agreement by way of data message, whether in whole or in part, has legal force 
and effect.
42
 Should the parties not wish that the signature at the foot of their emails be 
deemed an electronic signature, or that the ECTA should not apply to their agreement, they 
must indicate so clearly.
43
 
 
1.3  Jafta v Ezemvelo KZA WildLife
44
  
At a job interview for the position as General Manager: Human Resources at Ezemvelo KZA 
Wildlife (Wildlife), Jafta explained that he would be on vacation leave during December 
2006 and January 2007 as well as his notice period of two months.
45
 Wildlife emailed the job 
offer to Jafta on 13 December 2006, shortly before his leave commenced,
46
 which indicated 
that he would have to start his new position on 1 February 2007.
47
 Jafta did not want to leave 
his current job without proper notice and thus intended to accept the offer but with a later 
commencement date.
48
 An email dated 27 December 2006 urged Jafta to respond to the offer 
by end December 2006, and that the commencement date of the employment contract is non-
                                            
35
  Spring Forest Trading  v Wilberry (n 5) par 25; Putter v Provincial Insurance Co Ltd 1963 3 SA 145 (W) 
148C. 
36
  Spring Forest Trading v Wilberry (n 5) par 25. 
37
  Schulze “The Law Reports” 2015 De Rebus 42 43. 
38
  S 1 of ECTA provides an electronic signature to be ‘data attached to, incorporated in, or logically associated 
with other data and which is intended by the user to serve as a signature.’ 
39
  Spring Forest Trading v Wilberry (n 5) par 27. 
40
  Spring Forest Trading v Wilberry (n 5) par 28. 
41
  Spring Forest Trading v Wilberry (n 5) par 24. 
42
  S 22(1). 
43
  Tucker “No spring in the court’s step” 2015 Without Prejudice 51 52; Van Eck (n 23) 17. 
44
  (D204/07) [2008] ZALC 84. 
45
  Jafta v Ezemvelo KZN Wildlife (n 5) par 2. 
46
  Jafta v Ezemvelo KZN Wildlife (n 5) par 3. 
47
  Jafta v Ezemvelo KZN Wildlife (n 5) par 2 and 3. 
48
  Jafta v Ezemvelo KZN Wildlife (n 5) par 3. 
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negotiable.
49
 Jafta, due to his laptop malfunctioning, used an internet café to respond to the 
offer on 29 December 2006.
50
 On the same day Jafta received an SMS from Wildlife 
indicating that if he failed to respond to the offer, the position will be offered to the next 
candidate.
51
  Jafta replied by SMS stating “have responded to the affirmative through a letter 
emailed to you…” and explained that he had problems with the email and had to go to an 
internet café.
52
 Wildlife admits to receiving the SMS but disputed that it amounted to an 
acceptance. Wildlife, further, argued that it understood the SMS to be a communication 
which informed them of Jafta’s email response.53 
The question before the court was whether the acceptance of an offer by way of SMS or 
email would result in a valid contract.
54
 Further, the court had to consider whether a SMS 
constituted an appropriate method of accepting an offer of employment.
55
  Some 
commentators assume that a SMS falls under the definition of a data message in the ECTA 
since this has become a norm in communication rather than an exception.
56
 
The court considered the four common law requirements of accepting an offer in light of 
both the email and the SMS.
57
 Due to concern that the broader objectives of the ECTA might 
be lost, the court considered international
58
 and foreign law.
59
 
From the facts it appears that, although sent, the email was never received by Wildlife due 
to a communication system malfunction.
60
 Unfortunately, neither the MLEC
61
 nor the ECTA 
provided for this situation.
62
 It appears that the risk in light of the reception theory is on the 
offeror who should keep the risks of the elected communication mode in mind.
63
  However, 
the acceptance by email was said to be valid provided that Wildlife received it.
64
 
                                            
49
 Jafta v Ezemvelo KZN Wildlife (n 5) par 4. 
50
 Jafta v Ezemvelo KZN Wildlife (n 5) par 5. 
51
  Jafta v Ezemvelo KZN Wildlife (n 5) par 6. 
52
  Jafta v Ezemvelo KZN Wildlife (n 5) par 7. 
53
  Jafta v Ezemvelo KZN Wildlife (n 5) par 8. 
54
  Jafta v Ezemvelo KZN Wildlife (n 5) par 1. 
55
  Jafta v Ezemvelo KZN Wildlife (n 5) par 108. 
56
  Papadopoulos “Short Message Services and e-contracting: Jafta v Ezemvelo KZN Wildlife [2008] 10 BLLR 
954 (LC)” 2010 Obiter 188 193; Hutchison and Pretorius (ed) (n 1) 63. 
57
  Jafta v Ezemvelo KZN Wildlife (n 5) par 33-54. 
58
  The MLEC. 
59
  Jafta v Ezemvelo KZN Wildlife (n 5) par 58. Discussed in par 4.2. 
60
  Jafta v Ezemvelo KZN Wildlife (n 5) par 104-105. 
61
  The court considered the UNCITRAL since the ECTA is based on the Model Law. 
62
  Jafta v Ezemvelo KZN Wildlife (n 5) par 106; Collier “e-Mail and SMS Contracts” 2008 JBL 20 22. 
63
  Stoop “SMS and E-Mail Contracts: Jafta v Ezemvelo KZN Wild Life” 2009 SA Merc LJ 110 119. 
64
  Jafta v Ezemvelo KZN Wildlife (n 5) par 101. 
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Additionally, to address system malfunctions, the MLEC encourages self-regulation by 
contracting outside the relevant legislation, thus avoiding it from being invoked by default.
65
 
In light of the SMS, the definitions of “e-mail”,66 “electronic communication”67 and “data 
message” in the ECTA was referred to.68 An SMS is not defined by the act.69 Pillay DJ refers 
to an “online encyclopaedia” which explains that a SMS is “an electronic communications 
protocol that allows short messages between mobile telephone devices”.70 In applying section 
24 of the ECTA, the court found that a SMS was an electronic communication, which has 
legal force.
71
 The court considered the elements in the definition of “data message” and 
“electronic communication” which were described as capable of being “generated or created, 
sent, received or transmitted and stored.”72 These elements were compared to a SMS, from 
which the court then concluded that a SMS is a data message with legal force under the 
ECTA.
73
 Therefore, a SMS is as effective as an email or a written document as a mode of 
communication.
74
 
Consequently, a contract may be concluded, varied or cancelled by means of email or 
SMS.
75
 The decision in Jafta v Ezemvelo KZN Wildlife was later confirmed when the Labour 
Court concluded that the termination of an employment contract by way of SMS was valid.
76
  
 
1.4  Sihlali v South African Broadcasting Corporation Ltd
77
 
Sihlali was employed by the South African Broadcasting Corporation Ltd (SABC) as a legal 
advisor in terms of a fixed term contract – which would run from 1 August 2006 to 31 July 
2009.
78
 On the 25
th
 of August 2007, Sihlali sent an SMS indicating that he “quit with 
                                            
65
  Jafta v Ezemvelo KZN Wildlife (n 5) par 107. 
66
  S 1 ‘“e-mail” means electronic mail, a data message used or intended to be used as a mail message between 
the originator and addressee in an electronic communication’. 
67
  S 1 ‘“electronic communication” means a communication by means of data messages’. 
68
  Jafta v Ezemvelo KZN Wildlife (n 5) par 109. 
69
  Stoop (n 63) 113. 
70
  Pillay DJ refers the Wikipidia see par 112 in Jafta v Ezemvelo KZN Wildlife (n 5). 
71
  Jafta v Ezemvelo KZN Wildlife (n 5) par 112. 
72
  S 1 of the ECTA. Also see Papadopoulos (n 56) 193. 
73
  Papadopoulos (n 56) 193. 
74
  Jafta v Ezemvelo KZN Wildlife (n 5) par 113. 
75
  SME South Africa (n 27). 
76
  Sihlali v South African Broadcasting Corporation Ltd 2010 ILJ 1477 (LC). 
77
  2010 ILJ 1477 (LC), also appearing as Mafika v SA Broadcasting Corporation Ltd’ 2010 5 BLLR 542 (LC). 
78
  Sihlali v SABC (Mafika v SABC) (n 5) par 1. 
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immediate effect”.79 He withdrew his resignation on the 11th of October 2007 through 
email,
80
 which he argued to have been done before the SABC accepted the resignation.
81
 The 
SABC responded through an email with an attached letter dated 28 September 2007 in which 
Sihali’s resignation was confirmed and accepted.82 Although the letter was dated 28 
September 2007, Sihlali only saw the letter on the 12
th
 October 2007. 
Sihlali argued that the SMS did not constitute a valid termination of his employment 
contract because the notice of termination had to be in writing, thus claiming compensation. 
The SABC, on the other hand, argued that it was not liable because the SMS constituted a 
valid resignation, alternatively, that he repudiated the employment contract when he sent the 
SMS and failed to tender his services thereafter.
83
 Therefore, the court had to determine 
whether the SMS constituted a valid termination.
84
 
The court explains resignation to be a unilateral act which clearly and unambiguously 
indicates the intention to leave the employment of the employer.
85
 Sihali relied on section 
37(4)(a) of the Basic Conditions of Employment Act
86
 and the personnel regulations which 
indicated that a notice of termination must be in writing.
87
 The SMS was found to have been 
a clear statement of Sihlali’s intention to resign.88 The court concluded89 that communication 
by SMS is in writing, referring to section 12 of the ECTA and Jafta v Ezemvelo KZN 
WIldlife.
90 
Thus, similar to the latter decision, in which the acceptance of a job offer by SMS 
would be allowed, provided that the common law requirements for acceptance are met, the 
termination through this medium would be valid if it complies with the common law 
requirements of termination.
91
 Manamela explains that in terms of section 24 of the ECTA 
                                            
79
 Sihlali v SABC (Mafika v SABC) (n 5) par 1 and 7. Also see Manamela “’To meet is to part’: resignation by 
SMS constitutes notice in writing as required by the Basic Conditions of Employment Act: Mafika v SA 
Broadcasting Corporation Ltd” 2011 SA Merc LJ 521. 
80
 Sihlali v SABC (Mafika v SABC) (n 5) par 8. Also see Manamela (n 79) 521. 
81
  Sihlali v SABC (Mafika v SABC) (n 5) par 1. 
82
  Sihlali v SABC (Mafika v SABC) (n 5) par 9 and 10. 
83
  Sihlali v SABC (Mafika v SABC) (n 5) par 1. 
84
  Sihlali v SABC (Mafika v SABC) (n 5) par 2. 
85
  Sihlali v SABC (Mafika v SABC) (n 5) par 11. 
86
  75 of 1997. 
87
  Sihlali v SABC (Mafika v SABC) (n 5) par 18.  
88
  Sihlali v SABC (Mafika v SABC) (n 5) par 16. 
89
  Jafta v Ezemvelo KZN Wildlife (n 5). 
90
  Sihlali v SABC Ltd (Mafika v SABC) (n 5) par 18.  
91
  Akram “Online media and the common law: communications law” 2013 Without Prejudice 56. 
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that a data message has legal effect as a document in writing even if there is no electronic 
signature.
92
 
 
1.5  Conclusion 
Since these cases, the question that has been posed is whether or not the courts will show the 
same luxury to the conclusion, cancellation (which may be subject to certain formalities) and 
variation of contracts on social media.
93
 It is, however, clear that it is possible to escape the 
ECTA by excluding the application of the act on the contract or to indicate the mode of 
communication that should be used.
94
 Thus, the aim of this study is to investigate the 
possibility of extending the liberty which the ECTA provides parties to the social media 
realm.  
                                            
92
  Manamela (n 79) 523. 
93
 Keleso and Arbuckle (n 13) 16; Manyathi-Jele (n 13) 58; Strachan (n 6) 16. Tucker (n 13)  38. 
94
  Section 23 of the ECTA; Stoop (n 63) 119; Tucker (n 43) 52; Van Eck (n 23) 17. 
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CHAPTER 2: CURRENT SOCIAL MEDIA PLATFORMS 
Social media is a means of interaction through which information and ideas are created, 
shared and/or exchanged.
95
 It is the essence of social networking.
96
 The top social media 
platforms in South Africa during 2018 were Facebook, Twitter, Instagram, LinkedIn and 
YouTube.
97
 The statistics for the period February 2018 to February 2019 shows that 
Pinterest, Tumblr
98
 and SnapChat
99
 are included in these social platforms. This does not 
mean that WhatsApp should be excluded, considering that in the 2017-2018 year, 98% of 
mobile messages were sent through WhatsApp.
100
 Skype was the third most used messaging 
application used during 2017-2018.
101
 
For purposes of this study, the platforms with direct messaging functionality will be 
considered in light of the most popular platforms used in South Africa. Direct messaging is 
described as a private messages sent between two parties that are not available to third 
parties.
102
 Fake accounts will also be considered as it could be deemed as the main factor 
having a detrimental effect on contracting. These platforms are set out below. 
                                            
95
  Tufts University “Social Media Overview” https://communications.tufts.edu/marketing-and-branding/social-
media-overview/ (06/07/2019). 
96
  Global Results Communications “What is the definition of a social media platform?” 
https://www.globalresultspr.net/uncategorized/what-is-the-definition-of-a-social-media-platform/   
(06-07-2019). 
97
  Espach “A glimpse at South Africa’s social media landscape in 2018” 
http://www.vetro.co.za/2018/01/31/south-africas-social-media-landscape/ (01/04/2019). 
98
  Statscounter Global Stats “Social Media Stats South Africa” http://gs.statcounter.com/social-media-
stats/all/south-africa/2019 (01/04/2019). 
99
  Businesstech “These are the biggest social media and chat platforms in 2019” 
https://businesstech.co.za/news/internet/296752/these-are-the-biggest-social-media-and-chat-platforms-in-
2019/ (06/07/2019). 
100
  Blue Magnet “State of Social media in South Africa 2018” https://www.bluemagnet.co.za/state-social-
media-south-africa-2018/ (01/04/2019); Cele “How South African digital users behave online” 7 February 
2019 available on https://www.kayafm.co.za/south-african-digital-users/ (11/07/2019). 
101
  Cele (n 100). 
102
  Cambridge Dictionary “Direct message” https://dictionary.cambridge.org/dictionary/english/direct-message 
(08/10/2019); Bigcommerce Essentials “What is a direct message and when to use it” 
https://www.bigcommerce.com/ecommerce-answers/what-is-a-direct-message/ (08/10/2019); Twitter 
“About Direct Messages”  https://help.twitter.com/en/using-twitter/direct-messages (11/07/2019); Instagram 
“Direct Messaging” https://help.instagram.com/175052839522966  (08/10/2019). 
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2.1 Facebook 
Facebook, found in 2004, is a digital social network which allows users to upload photos as 
well as videos
103
 and send messages.
104
 It enables users to connect with each other by 
uploading a status or sending messages to individuals or groups.
105
 
Users of this service must provide accurate information and must be at least 13 years of 
age or the minimum age in their country.
106
 Although the terms of service provide that no 
unlawful, misleading, discriminatory or fraudulent information may be shared or uploaded, 
Facebook does not take responsibility for any action, conduct or content shared by its 
users.
107
 
This platform explains fake accounts to be an account on which an individual is 
pretending to be someone or something else.
108
 It is reported that in 2018, 2.2 billion fake 
accounts were removed by Facebook.
109
 The New York Times reported that for the year 
ending 20 September 2018 this number amounted to 2.8 billion.
110
 This newspaper, further, 
reports that duplicate accounts – which are forbidden in the terms Facebook’s “TOS” – 
creates confusion and amounted to 255 million accounts in 2018.
111
 Additionally, accounts in 
the names of deceased individuals (so called deceased accounts) are estimated to outnumber 
active accounts in 2069.
112
 The former accounts are estimated to grow with 8000 users per 
day.
113
 
                                            
103
  WhatIs.com “What is Facebook?” https://whatis.techtarget.com/definition/Facebook (11/07/2019). 
Interestingly, Facebook itself does not describe what it is. 
104
  Facebook  “Messaging”  
https://m.facebook.com/help/1071984682876123?helpref=hc_fnav&refid=69&ref=pf (11/07/2019).  
105
  Facebook “Terms of Service” https://www.facebook.com/legal/terms/plain_text_terms (26/04/2019). 
106
  Facebook “Terms of Service” (n 105). 
107
  Facebook “Terms of Service” (n 105). 
108
  Facebook “How do I report a fake account?”  
https://m.facebook.com/help/306643639690823?helpref=hc_fnav&refid=69&ref=pf (11/07/2019). 
109
  Stewart “Facebook has taken down billions of fake accounts, but the problem is still getting worse” 
https://www.vox.com/recode/2019/5/23/18637596/facebook-fake-accounts-transparency-mark-zuckerberg-
report (08/10/2019). 
110
  Nicas “Does Facebook really know how many fake accounts it has?”  
https://www.nytimes.com/2019/01/30/technology/facebook-fake-accounts.html (08/10/2019). 
111
  Nicas (n 110). 
112
  Curtis “Dead Facebook users could outnumber the living by 2069”  
https://thenextweb.com/socialmedia/2019/04/29/dead-facebook-users-could-outnumber-the-living-by-2069/ 
(08/10/2019). 
113
  Curtis (n 112). 
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2.2 Instagram 
Instagram is a free photo and video sharing digital application
114
 which allows followers to 
view, comment and appreciate (by “liking”) these photos or videos.115  It further allows 
sending messages to individual followers or groups.
116
 
Instagram’s “ToU” provide that users must at least be 13 years old or be the legal age in 
their country.
117
 In addition, it must not be used to impersonate someone or to provide 
inaccurate information.
118
 Of course, one is also not allowed to use the services to do 
“anything illegal.”119 Finally, Instagram is not responsible for the actions, conduct or shared, 
downloaded or uploaded content of their users.
120
 
However, the use of Instagram is not without risk. A study in 2015 showed that as many as 
8% of the accounts are fake.
121
 In 2018, research showed that this number increased to 
9.5%.
122
 This is concerning in that it aids the spread of misinformation.
123
 
 
2.3  WhatsApp 
WhatsApp is a free simple, secure, reliable digital messaging platform.
124
 Although the 
application was initiated as an alternative to SMS, it has evolved to include the sending and 
receiving of various types of media such as documents.
125
 These messages are end-to-end 
encrypted, which means that only the parties can read or listen to the information sent.
126
 
                                            
114
  Loosely referred to as “app” or “apps”.  
115
  Instagram “Tips for Parents” https://help.instagram.com/154475974694511 (10/07/2019). 
116
  Instagram Know how to talk with your teen about Instagram: A parent’s Guide available at 
https://scontent.fpry1-1.fna.fbcdn.net/v/t39.2365-
6/10000000_711108665933559_4858549872334209024_n.pdf?_nc_cat=108&_nc_oc=AQmsAUvW43UwI
veAWk3VuqPLNLW-J6KYYOhhBSnuNXkfuT5-ouLQWXwQiaIkRjBB0d0&_nc_ht=scontent.fpry1-
1.fna&oh=b9df06569c42d3ad79a2e18645f424f4&oe=5DC03572  (10/07/2019). 
117
  Instagram “Terms of Use” https://help.instagram.com/581066165581870 (10/07/2019). 
118
  Instagram “Terms of Use” (n 117). 
119
  Instagram “Terms of Use” (n 117). 
120
  Instagram “Terms of Use” (n 117). 
121
  O’Reilly “8% of Instagram accounts are fakes and 30% are inactive, study says” 
https://www.businessinsider.com.au/italian-security-researchers-find-8-percent-of-instagram-accounts-are-
fake-2015-7 (10/07/2019). 
122
  Williams “Instagram may have 95M bot accounts, The Information reports” 
https://www.mobilemarketer.com/news/instagram-may-have-95m-bot-accounts-the-information-
reports/528141/  (10/07/2019). 
123
  Williams (n 122); O’Reilly (n 121). 
124
  WhatsApp “About WhatsApp” https://www.whatsapp.com/about/ (26/04/2019). 
125
  WhatsApp “About WhatsApp” (n 124). 
126
 WhatsApp “About WhatsApp” https://www.whatsapp.com/features/ (01/04/2019). 
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Consequently, WhatsApp cannot access the content sent or received, making it a safe 
environment to share personal information.
127
  
Like all services, the use of this service is subject to certain terms. For WhatsApp, these 
terms of service are agreed to when installing, accessing or using the service.
128
 They require 
accurate information and that the user of the service is at least 13 years of age or older 
depending on the country of origin.
129
 In the event of the user being under the age of 13, 
parental consent is required.
130
 WhatsApp’s terms further provide that the services may not 
be used for illegal purposes which, amongst others, include misrepresentations.
131
 Their 
disclaimer, however, provides that the services are utilised at the users own risk and that 
WhatsApp is not responsible for the actions or information of users.
132
 
 
2.4  LinkedIn 
LinkedIn is the world’s largest professional network.133 It aims to create economic 
opportunities for the global work force.
134
 The messaging feature allows users to stay in 
contact.
135
 To use this platform, users must at least be 16 years of age.
136
 Further, LinkedIn 
does not guarantee any information made available by users.
137
 
It is explained that fake profiles on this platform poses a bigger threat since personal 
information are made available for potential employers.
138
 In 2015, the creation of 5 million 
fake accounts was blocked,
139
 in an attempt to prevent users from being exploited. 
 
                                            
127
  WhatsApp “About WhatsApp” (n 126). 
128
  WhatsApp “WhatsApp Legal Info” https://www.whatsapp.com/legal/#terms-of-service (26/04/2019).  
129
  WhatsApp “WhatsApp Legal Info” (n 128). 
130
  WhatsApp “WhatsApp Legal Info” (n 128). 
131
  WhatsApp “WhatsApp Legal Info” (n 128). 
132
  WhatsApp “WhatsApp Legal Info” (n 128). 
133
  LinkedIn “About LinkedIn” https://about.linkedin.com/ (10/07/2019). 
134
  LinkedIn “About LinkedIn” (n 133). 
135
  LinkedIn “Messaging Features” https://www.linkedin.com/help/linkedin/topics/6073/6079/messaging-
features?lang=en  (10/07/2019). 
136
  LinkedIn “User Agreement” https://www.linkedin.com/legal/user-agreement (10/07/2019). 
137
  LinkedIn “User Agreement” (n 136). 
138
  Flynn “LinkedIn has a fake-profile problem” https://digiday.com/marketing/linkedins-fake-account-problem/ 
(10/07/2019); Hutchison “LinkedIn details efforts to stamp out fake accounts in new reports” 
https://www.socialmediatoday.com/news/linkedin-details-efforts-to-stamp-out-fake-accounts-in-new-
report/532218/ (10/07/2019). 
139
  Hutchison (n 138). 
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2.5  Twitter 
Twitter allows users to communicate through quick frequent messages that are posted to their 
profile.
140
 Twitter, like Instagram, has tweets as the main function and provide for direct 
messaging.
141
 A tweet is a message posted on the user’s account which may contain photos, 
videos, links and text.
142
 Direct messages, on the other hand, are private messages that do not 
appear in public, and can be sent to anyone following the user.
143
 
This platform requires users to be at least 13 years of age.
144
 It further does not guarantee 
the completeness, truthfulness, accuracy or reliability of any tweet or direct message.
145
 
During May and June 2018, Twitter suspended over 70 million accounts, to lessen the flow of 
disinformation.
146
 The fight against fake accounts, however, is a continuous battle.
147
 
 
2.6  Skype 
Skype, a product of Microsoft, connects users through one-on-one and group 
conversations.
148
 Conversations include messaging and voice and video calling.
149
 Users must 
be the age of majority or have the consent of a parent or guardian.
150
 When signing up for the 
service, no inaccurate, false or misleading content may be provided.
151
 In terms of the code of 
conduct, no illegal conduct or misrepresentations will be allowed.
152
 With this said, Microsoft 
does not take responsibility for any content uploaded shared or stored on its services.
153
 
 
                                            
140
  Twitter “New User FAQ” https://help.twitter.com/en/new-user-faq (11/07/2019). 
141
  Twitter “About Direct Messages” (n 102). 
142
  Twitter “New User FAQ” (n 140). 
143
  Twitter “New User FAQ” (n 140). 
144
  Twitter “Twitter User Agreement” https://cdn.cms-twdigitalassets.com/content/dam/legal-twitter/site-
assets/privacy-policy-new/Privacy-Policy-Terms-of-Service_EN.pdf (26/04/2019). 
145
  Twitter “Twitter User Agreement” (n 144). 
146
  Timberberg and Dwoskin “Twitter is sweeping out fake accounts like never before, putting user growth at 
risk” 6 July 2018 Washington Post available on 
https://www.washingtonpost.com/technology/2018/07/06/twitter-is-sweeping-out-fake-accounts-like-never-
before-putting-user-growth-risk/ (11/07/2019). 
147
  Timberberg and Dwoskin  (n 146). 
148
  Microsoft “About Skype” https://www.skype.com/en/about/  (11/07/2019). 
149
  Microsoft “About Skype” (n 148). 
150
  Microsoft “Microsoft Service Agreement” https://www.skype.com/en-us/serviceagreement/ (26/04/2019). 
151
  Microsoft “Microsoft Service Agreement” (n 150). 
152
  Microsoft “Microsoft Service Agreement” (n 150). 
153
  Microsoft “Microsoft Service Agreement” (n 150). 
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2.7  Conclusion 
Thus, a potential user must at least be 13 years of age or the minimum legal age to subscribe 
to any of these services. Additionally, inaccurate information is contrary to the terms of 
service; however, these platforms do not guarantee the accuracy of the information made 
available by the users. Finally, with all these services, fake accounts are rather common and 
pose an enormous risk to users. The question remains whether the terms of service can be 
used to prove for capacity of a contractant, if the contract was concluded on a social media 
platform. This is based on presumptions such as the presumption of capacity.
154
 
Although a large number of platforms make provision for online shopping, the aim of this 
study is to determine if it is feasible to conclude, amend and terminate a contract through 
their messaging services. Thus, the focus is on contracts between individuals and, to some 
extent, companies and individuals such as in employment contracts. 
                                            
154
  Van Eck The Drafting of Contracts in South Africa (2015 thesis UP) 135; Cornelius Principles of the 
Interpretation of Contracts in South Africa (2016) 102; Nagel, Barnard, Papadopulos, Boraine, Prozesky-
Kuschke, Delport, Roestoff, Kern, Van Eck, Lötz Van Jaarsveld and Otto Commercial Law (2016) 77. 
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CHAPTER 3: BASIS OF LAW OF CONTRACT IN SOUTH AFRICA 
3.1 Introduction 
In light of the question on whether courts will extend social media the same recognition as a 
SMS and email, the requirements of a contract will be discussed briefly. The object is to 
determine if the requirements may prove difficult to meet if the contract is concluded, 
cancelled, amended or terminated on a social media platform. This will include the 
challenges posed by factors such as fake accounts on social media. 
 
3.2  The requirements for validity 
3.2.1  Consensus 
Consensus is the primary basis of a contract,
155
 which is reached through offer
156
 and 
acceptance.
157
 This requires the parties to consent to be bound to the contractual obligations 
and through the obligations to each other.
158
 Thus, setting out all the essential and material 
terms which have to be accepted and which will render the legal consequences determined or 
determinable.
159
 Consent on the internet means considering the question of whether the 
information on websites and in electronic mail constitutes offer and acceptance.  
On social media platforms products are offered to the public.
160
 Advertisements, as a 
general rule, are an offer to do business.
161
 Since social media platforms connect the world, 
the question is when and where the contract
162
 would be concluded. According to section 22 
of the ECTA, this will be determined by the reception theory.
163
 
Consensus can be affected by a material unilateral or mutual mistake,
164
 or by consensus 
which was improperly obtained. In terms of the latter, consensus might not be lacking but it is 
                                            
155
  Hutchison and Pretorius (ed) (n1) 48; Nagel et al (n 154) 41 and 61. 
156
  See Van Huyssteen, Lubbe and Reinecke Contract: General Principles (2016) 54; Pistorius “Formation of 
internet contracts: an analysis of the contractual and security issues” 1999 SA Merc LJ 282 286; Hutchison 
and Pretorius (ed) (n 1) 49; Nagel et al (n 154) 49. 
157
  See Pistorius (n 158) 286; Van Huyssteen et al (n 156) 57; Hutchison and Pretorius (ed) (n 1) 57; Nagel et al 
(n 154) 55; Reid Bros v Fisher Bearings Co Ltd 1943 AD 232. 
158
  Pistorius (n 158) 285; Nagel et al (n 154) 49. 
159
  Van Huyssteen et al (n 156) 54. 
160
  See Carlill v Carbolic Smoke Ball Co 1893 1 QB 265 where the court held that a contract can be concluded 
with specific members of the general public who respond but not with the public at large;. Also see Pistorius 
(n 158) 286; Crawley v Rex 1905 TS 1105; Nagel et al (n 154) 5. 
161
  Hutchison and Pretorius (ed) (n1) 52. 
162
  See Hutchison and Pretorius (ed) (n1) 56, Nagel et al (n 154) 59. 
163
  Hutchison and Pretorius (ed) (n1) 63. See discussion in par 4.1. 
164
  Hutchison and Pretorius (ed) (n 1) 86; Nagel et al (n 154) 49. 
   
 
17 
 
 
defective resulting in the contract being voidable at the instance of the innocent party.
165
 
These issues must be considered in light of social media platforms and the risks previously 
mentioned. 
Consensus is improperly obtained through misrepresentation, duress and undue influence. 
Misrepresentation is a false impression created through words or one’s conduct which 
induces a party to enter into the contract.
166
 Duress is when someone is pressured to enter into 
a contract.
167
 The English Law principle undue influence, which was introduced to South 
African law in 1948,
168
 is improper pressure exerted which induces a person to enter into a 
contract.
169
 
Although most social media platforms clearly state that it does not allow 
misrepresentations or inaccurate or misleading information, the fact that fake profiles exist 
make these situations rather easy. Additionally, cyber bullying is also of a rapid growing 
nature
170
 which is consequently, making users more susceptible to undue influence and 
duress.  
 
3.2.2  Contractual Capacity 
Capacity is the competence of a party to perform juristic acts and to create rights and 
obligations.
171
 Parties to a contract are presumed to have contractual capacity.
172
 In the case 
                                            
165
  Hutchison and Pretorius (ed) (n 1) 118. 
166
  See Bhana, Bonthuys and Nortjie Student’s Guide to the Law of Contract (2013) 413; Van Huyssteen et al 
(n156) 98; Hutchison and Pretorius (ed) (n 1) 120-125; Nagel et al (n 154) 49; Novick v Comair Holdings 
Ltd 1979 2 SA 116 (W) 149D. 
167
  Bhana et al (n 166) 439; Hutchison and Pretorius (ed) (n 1) 140; Nagel et al (n 154) 70. See Van Huyssteen 
et al (n 156) 111; Hutchison and Pretorius (ed) (n 1)141; See requirements as set out by Sir John Wessels 
and confirmed in Broodryk v Smuts 1942 TPD 47; Nagel et al (n 154) 70; Nagel et al (n 154) 70. 
168
  Mauerberger v Mauerberger 1948 4 SA 902 (C) and confirmed in Preller v Jordaan 1956 1 SA 483 (A); 
Nagel et al (n 154) 70. 
169
  Bhana et al (n 166) 450; Hutchison and Pretorius (ed) (n 1) 145; Van Huyssteen et al (n 156) 119. Also see 
Hutchison and Pretorius (ed) (n 1) 147; example Blackburn v Mitchell 1897 14 SC 338; Nagel et al (n 154) 
71. 
170
  Cyber bulling, also known as internet bullying is essentially bullying through electronic technology. South 
Africa is considered to be one of the countries with the most cyber bullying. See Ezeji,  Olutola and Bello 
“Cyber-related crime in South Africa: extent and perspective of state’s roleplayers” 2018 Acta 
Criminologica: Southern African Journal of Criminology 93 96 and 104; South African Collage of Applied 
Psychology “What young adults need to know about cyberbullying in South Africa“ 
https://www.sacap.edu.za/blog/counselling/cyberbullying/ (02/10/2019); Bulling Statistics “Cyber Bullying 
Statistics” http://www.bullyingstatistics.org/content/cyber-bullying-statistics.html (02/10/2019). 
171
  Hutchison and Pretorius (ed) (n 1) 154; Van Eck (n 154) 126. 
172
  Van Eck (n 154) 135; Cornelius (n 154) 102; Nagel et al (n 154) 77. 
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of a natural person’s capacity, a person can have no, limited or full capacity.173 When it 
comes to juristic persons, this becomes slightly challenging. The representative must have the 
authority to bind the juristic person.
174
 Without the relevant authority, the representative will 
be bound to the contract in personal capacity.
175
 
The traditional face-to-face contracting is evaded through electronic contracts and in some 
instances, the parties never meet. Although, social media platforms caary an age restriction, it 
cannot be guaranteed considering the amount of fake accounts. The capacity requirement is 
perplexed because individuals as young as 13 years of age may make use of these services.  
 
3.2.3  Lawfulness 
According to public policy a contract that is contrary to legislation, common law, good 
morals or public interest cannot be enforced.
176
 An illegal contract will generally be void or 
valid but unenforceable.
177
 When a contract is contrary to legislation the intention of the 
legislature must be considered to determine whether the contract is merely unenforceable or 
void.
178
 A contract, contrary to the common law,
179
 is considered in light of public policy and 
good morals.
180
 Unequal bargaining power also affect the enforcement of that contract.
181
 For 
purposes of this study, the focus will be placed on public policy as a way in which either the 
contract or the parties can be saved. 
Public policy is defined “as representing the legal convictions or general sense of justice 
of the community, the boni mores and the values held most dear by our society; it takes into 
account the necessity to do simple justice between individuals; and it is informed by the 
concept of ubuntu”.182 There is no set list of what is considered to be contrary to public 
                                            
173
  See Hutchison and Pretorius (ed) (n 1) 154; Nagel et al (n 154) 77. 
174
  Hutchison and Pretorius (ed) (n 1) 160; Nagel et al (n 154) 86. 
175
  Blower v Van Noorden 1909 TS 890 900. 
176
  Hutchison and Pretorius (ed) (n 1) 181; Nagel et al (n 154) 93. 
177
  Van Eck (n 154) 176; Hutchison and Pretorius (ed) (n 1) 182; Nagel et al (n 154) 93.  
178
  Van Eck (n 154) 180; Hutchison and Pretorius (ed) (n 1) 187. An illegal contract will be void in terms of the 
Consumer Protection Act 68 of 2008, Liquor Act 59 of 2003, Drugs and Drug Trafficking Act 140 of 1992, 
Competition Act 89 of 1998 and various others. 
179
  Van Eck (n 154) 183. 
180
  Hutchison and Pretorius (ed) (n 1) 186; Nagel et al (n 154) 93. 
181
  Hutchison and Pretorius (ed) (n 1) 190. 
182
  Barkhuizen v Napier (n 2); Hawthorne “Frontiers of Change and Governance in Contractual Agreements: 
The Possible Role of Exploitation –Uniting Reformed Church De Doorns v President of the Republic of 
South Africa 2013 5 SA 205” 2014 PER/PELJ 2822 2828. 
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policy.
183
 What public policy is and whether a term is contrary thereto must be determined in 
light of the values underlying the Constitution. Accordingly, anything contrary to the values 
in our Constitution is contrary to public policy and unenforceable.
184
 Thus, where the validity 
of a term is challenged on the ground of public policy, the values underlying the Constitution 
must be considered.
185
 
Public policy is subject to considerations of fairness, reasonableness and the right to seek 
judicial redress.
186
 The test for reasonableness is, firstly, whether the disputed clause is 
unreasonable and if reasonable, whether it should be enforced in light of the circumstances of 
the case.
187
 Hawthorne explains that this test is applicable also to determine fairness.
188
 
Cornelius explains that public policy is determined by weighing the subjective interest of the 
individual against the objective interests of society,
189
 however, the fact that the agreement 
operates in a way that is unfair or unjust for one does not justify challenging the 
agreement.
190
 
The public policy doctrine is the best method of developing the common law of contract 
and as correctly stated by Hopkins “the Constitution represent the most reliable statement of 
public policy”.191 It is informed by all the rights found in the Constitution, not merely one, 
consequently “the Bill of Rights must be read as a whole”.192 The recognition of public policy 
as a general clause is not sufficient on its own to address unfair terms of contracts.
193
 It 
requires an infusion with the Constitutional values of human dignity, freedom and equality.
194
 
In Afrox Healthcare Bpk v Strydom
195
 the court recognised unequal bargaining power as an 
element of public policy but also that additional factor(s) are required before claiming a term 
to be contrary to public policy.
196
 
                                            
183
  Magna Alloys and Research (SA) (Pty) Ltd v Ellis 1984 (4) SA 874 (A) 891. 
184
  Barkhuizen v Napier (n 2) par 29. 
185
  Uniting Reform Church, De Doorns v President of the Republic of South Africa 2013 5 BCLR 575 (WCC) 
par 28. 
186
  Barkhuizen v Napier (n 2) par 48. 
187
  Barkhuizen v Napier (n 2) par 56. 
188
  Hawthorne (n 182) 2828. 
189
  Cornelius (n 154) 60. 
190
  Magna Alloys and Research (SA) (Pty) Ltd v (n 183) 893. 
191
  Hopkins “Constitutional values and the rule of law: They don’t mean whatever you want them to mean” 
SAPR/PL 433 435; Cornelius (n 154) 61. 
192
  Hopkins (n 191) 436. 
193
  Hawthorne (n 182) 2822. 
194
  Hawthorne (n 182) 2823. 
195
  Afrox Healthcare Bpk v Strydom 2002 6 SA 21 (SCA). 
196
  Hawthorne (n 182) 2824. 
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In Sasfin (Pty) Ltd v Beukes
197
 the court explained that a contract, contrary to public policy 
is not recognised by our common law, further “that the interest of the community or public 
are of paramount importance” in relation to public policy.198  In Barkhuizen v Napier199 the 
court accepted “that contractual claims are subject to the Constitution and that a contractual 
term that is contrary to public policy is unenforceable”. Additionally, it held that public 
policy is derived from the founding values of the Constitution as found in section 1.
200
 
Accordingly, despite social media platforms stating that it may not be used for illegal 
activities, public policy will save the contract or the parties in the event that the validity of the 
contract is in question. Public policy will, further, protect parties where there is an unequal 
bargaining power. It may even extend its protection to situations where a party concludes or 
amends a contract in communication which takes place on a social media platform. 
 
3.2.4  Possibility and certainty of performance 
The performance must be objectively possible
201
 and certain to create obligations.
202
 Should 
performance be impossible, a divisible performance has to be performed to the extent that is 
possible, alternatively, parties are bound to the extent that it is meaningful, where 
performance is indivisible.
203
 If the performance is uncertain, the obligation is invalid.
204
 If 
the uncertain obligation is servable, the other obligations will remain in force but if not, the 
entire contract will be void.
205
 
Performance can be impossible
206
 at the time of the conclusion of the contract, become 
impossible after the conclusion or be made impossible.
207
 In South African law, initial 
impossibility is unclear.
208
 Knowledge of the impossibility, however, may be relevant to the 
                                            
197
  1989 1 SA 1 (A). 
198
  Uniting Reform Church, De Doorns v President of the Republic of South Africa (n 185) par 25. 
199
  2006 4 SA 1 (SCA). 
200
  Uniting Reform Church, De Doorns v President of the Republic of South Africa (n 185) par 27. 
201
  Van Huyssteen et al (n 156) 181; Hutchison and Pretorius (ed) (n 1) 213; Nagel et al (n 154) 100. 
202
  Hutchison and Pretorius (ed) (n 1) 218; Nagel et al (n 154) 101. 
203
  Van Huyssteen et al (n 156) 185. 
204
  Hutchison and Pretorius (ed) (n 1) 224; Nagel et al (n 154)101. 
205
  Hutchison and Pretorius (ed) (n 1) 224; Nagel et al (n155 154) 101. 
206
  See Van Huyssteen et al (n 156) 182-184; Hutchison and Pretorius (ed) (n 1) 214-215. 
207
  Hutchison and Pretorius (ed) (n 1) 216; Nagel et al (n 154) 100. 
208
  Van Huyssteen et al (n 156) 185; Hutchison and Pretorius (ed) (n 1) 216. 
   
 
21 
 
 
extent that such a person will be liable to perform in full.
209
 For initial and supervening 
impossibility, no fault is required. The opposite is true for causing the impossibility.
210
 
Certainty requires performance to be determined or determinable,
211
 and may be 
determined through negotiations, by a third party, an objective external standard or one of the 
parties.
212
 Thus, during interactions with each other, the parties can negotiate the details of 
the performance. 
 
3.2.5  Formalities 
As a general rule, there are no formalities for a valid contract;
213
 this includes formalities of 
the outward manifestation of the agreement.
214
 However, formalities may be imposed by 
legislation or included by the parties. Formalities may include reducing the contract to 
writing, signature, witnessing permissions, notarising, registration, the inclusion or exclusion 
of specific contractual provisions or a combination of the above.
215
  
 
3.2.5.1  Imposed by law 
Certain statutes set out formalities for the validity of a contract.
216
 The purpose of these 
formalities can be to serve as proof of the contract or it can be a requirement for the validity 
of a contract.
217
 Certain acts set out the formalities for the validity of a contract such as the 
Alienation of Land Act,
218
 Share Blocks Control Act
219
 and the General Law Amendment 
Act.
220
 
 
                                            
209
  Van Huyssteen et al (n 156) 185. 
210
  Hutchison and Pretorius (ed) (n 1) 216. 
211
  Hutchison and Pretorius (ed) (n 1) 218; Nagel et al (n 154) 101. 
212
  Nagel et al (n 154) 102; Hutchison and Pretorius (ed) (n 1) 222. 
213
  Hutchison and Pretorius (ed) (n 1) 163; Nagel et al (n 154) 104. 
214
  Goldblatt v Fremantle 1920 AD 123 124. 
215
  Van Eck  (n 154) 163. 
216
  Van Huyssteen et al (n156) 156; Nagel et al (n 154) 105. 
217
  Van Eck  (n 154) 163. 
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  68 of 1981 at section 2; Hutchison and Pretorius (ed) (n 1) 165. 
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  59 of 1980 at section 16; Hutchison and Pretorius (ed) (n 1) 167. 
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  50 of 1959 at section 6 in terms of surety agreements; Hutchison and Pretorius (ed) (n 1) 167. 
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3.2.5.2   At election of parties 
These formalities are considered to be internal.
221
 Parties may intend to reduce their 
agreement to writing or that the agreement should be reduced to writing before it is valid.
222
 
Reducing an agreement to writing may merely be to have a record of the agreement – thus 
serving as evidence,
223
 which is also the default position.
224
 Alternatively, the parties may 
require signatures for the validity with the recordal of the agreement.
225
  
It is presumed that parties who reduce their contract to writing do so for evidentiary 
purposes.
226
 Should the parties want variations and cancellation only to take place in writing, 
they have to insert a clause expressly stating this.
227
 
 
3.3 Conclusion  
All these requirements may be met when parties discuss the details of their agreement 
through direct messaging on social media. The contract will be valid and the only question 
that remains is whether these direct messages will be considered to be data messages. 
Additionally, whether these messages will comply with the formalities set out in ECTA 
during the conclusion or upon amendment, cancellation or termination of the contract 
between the parties. In light of the formalities that may apply to a contract, only the signature 
and writing requirements – for the purpose of social media platforms – will be considered in 
this study. 
 
 
                                            
221
  Van Eck (n 154) 151. 
222
  Van Eck  (n 154) 151; Goldblatt v Fremantal (n 214) 132; De Bruin v Brink 1925 OPD 68 73; Nagel et al (n 
154) 106. 
223
  Van Eck  (n 154) 151; Nagel et al (n 154) 106 Hutchison and Pretorius (ed) (n 1) 168. 
224
  Van Eck (n 154) 151. 
225
  Van Eck  (n 154) 151; Nagel et al (n 154) 106. 
226
  Van Huyssteen et al (n 156) 147 Hutchison and Pretorius (ed) (n 1) 168. 
227
  Van Huyssteen et al (n 156) 148; SA Sentrale Ko-Operatiewe Graanmaatskappy Bpk v Shifren 1964 4 SA 
760 (A); Impala Distributors v Taunus Chemical Manufacturing Co (Pty) Ltd 1975 3 SA 273 (T). 
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CHAPTER 4:  ELECTRONIC CONTRACTS 
4.1  Introduction 
To address inadequate regulation of electronic contracts the MLEC was created. Shortly 
thereafter, it became clear that electronic signatures also require regulations which the MLES 
provides for. Legislation, such as the ECTA, was created to regulate electronic contracts and 
signature on a national level. Therefore, this chapter unpacks these concepts and apply it to 
social media platforms – to determine whether messages on social media are covered by these 
instruments. 
 
4.2  Electronic Communications and Transactions Act 
The ECTA, which came into force on 30 August 2002, aims to enable and facilitate 
electronic transactions and communications.
228
 Section 2(1)(e) provides for legal certainty, 
which implies that electronic transactions are legally binding.
229
 The promotion of 
technological neutrality in the application of the act is also one of the objectives.
230
 The 
interpretation of the act
231
  clearly states that it does not exclude existing principles, whether 
found in legislation or in common law, unless it is specifically excluded
232
 from the sections 
of this act.
233
 
The ECTA states that a contract concluded, partly or in whole, by means of a data 
message
234
 has legal force.
235
 Further, that the contract is concluded when and where the 
acceptance was received by the offeror.
236
 The reception theory is applicable only when the 
parties did not expressly vary it.
237
 Section 26(1) provides that no acknowledgement of the 
receipt of a data message is necessary for it to have legal effect. However, acknowledgement 
                                            
228
  S 2 of the ECTA; Coetzee “The Electronic Communications and Transactions Act 25 of 2002: Facilitating 
electronic commerce” 2004 Stell LR 501 502; Papadopoulos and Snail Cyberlaw@SA III (2012) 46; 
Papadopoulos (n 56) 189. 
229
  Coetzee (n 228) 503. 
230
  Section 2(1)(f) of the ECTA. 
231
  Section 3 of the ECTA. 
232
  Section 4(3) read with Schedule 1 of the ECTA which provides that section 12 and 13, regulating writing 
and signature, does not apply to the Alienation of Land Act 68 of 1981 or the Bills of Exchange Act 34 of 
1964, amongst others. See Hofman “The meaning of the exclusions in section 4 of the Electronic 
Communications and Transactions Act 25 of 2002” 2007 SALJ 262. 
233
  Coetzee (n 228) 503. 
234
  Section 1 ‘“data message” means data generated, sent, received or stored by electronic means and includes 
(a) voice, where the voice is used in an automated transaction; and (b) a stored record’  
235
  Section 11 and 22(1) of the ECTA. 
236
  Section 22(2) of ECTA. 
237
  Papadopoulos and Snail (n 228) 53. 
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may be given by any communication, automated or otherwise, or by any conduct of the 
addressee.
238
 
When the ECTA was drafted, both the MLEC and MLES, was relied on.
239
 The act 
follows the philosophy of technological neutrality set out by the MLEC, thus “aligning it with 
the functional equivalent approach”, except for the AES provided for in section 13 of the 
act.
240
 Mupangavnha argues that the ECTA did not adopt technological neutrality by, 
amongst others, prescribing AES.
241 
Uniquely to the ECTA,
242
 the data – as described in the 
act – must be intended to serve as the user’s signature.243 
 
4.3  UNCITRAL  
4.3.1  Model Law on Electronic Commerce 
This model was established due to inadequate or outdated legislation of various countries.
244
 
It sets out rules, internationally accepted, which address overcoming legal obstacles and 
creating a more secure legal environment.
245
 Its objective is to enable or facilitate ecommerce 
and provide the same treatment for computer-based documents as paper-based documents.
246
 
The MLEC’s approach is to provide coverage for all factual situations where “information is 
generated, stored or communicated” irrespective of the medium used.247 
This model applies to any information, in the form of data message, for commercial 
purposes.
248
 A data messages is described as “information generated, sent, received or stored 
by electronic, optical or similar means including, but not limited to, electronic data 
                                            
238
  Section 26(2)(a) and (b) of the ECTA. 
239
  Eiselen “Fiddling with the ETC Act – Electronic signatures” 2014 PER 2805 2811. 
240
  Swales “The regulation of electronic signatures: time for review and amendment” 2015 SALJ 257 258; 
Mupangavunhu “Electronic signatures and non-variation clauses in the modern digital world: the case of 
South Africa” 2016 SALJ 853 860 . 
241
  Mupangavunhu (n 240) 862. 
242
  Eiselen (n 239) 2812; Mupangavunhu (n 240) 862. 
243
  Section 1 of the ECTA. 
244
  Coetzee “Incoterms, Electronic Data Interchange, and the Electronic Communications and Transactions Act” 
2003 SA Merc LJ 1 6. 
245
  Coetzee (n 244) 6. 
246
  Par 6 of the MLEC. 
247
  Par 24 of the MLEC.  
248
  Article 1 of the MLEC. 
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interchange (EDI), electronic mail, telegram, telex or telecopy.”249 EDI refers to information 
electronically transferred from computer to computer.
250
 
 
4.3.2  Model Law on Electronic Signature 
This model aims to reduce uncertainty regarding electronic signatures.
251
 The MLES was 
adopted in 2001 and builds on article 7 of the MLEC.
252
 The objective is to facilitate 
electronic signatures and to provide it with the same treatment as paper based 
documentation.
253
 It is explained that a state that enacts this model would create a media-
neutral environment.
254
 The media-neutral approach is also used by the MLEC.
255
 
Electronic signature is defined as “data in electronic form in, affixed to or logically 
associated with, a data message, which may be used to identify the signatory in relation to the 
data message and to indicate the signatory’s approval of the information contained in the data 
message.”256 Article 6, setting out the requirements of a signature, creates a presumption that 
an electronic signature is treated the same as hand-written signatures where certain criteria of 
technical reliability is met.
257
 Article 7(1) explains that any person, organ or authority, 
specified by the state, may elect the types of electronic signature that will satisfy the 
requirements in article 6. 
Contrary to South Africa, this model does not require a signature to: uniquely link with the 
signatory, be created by a means under the signatory’s control and which he or she can 
maintain, or be capable of detecting any subsequent changes to data.
258
 
 
4.4  Application of legal instruments to social media 
4.4.1  Data message 
A data messages is defined as data (which is the electronic representation of information in 
any from) generated, sent, received or stored which include voice in an automated transaction 
                                            
249
  Article 2(a) of the MLEC. 
250
  Article 2(b) of the MLEC. 
251
  Coetzee (n 244) 7; Par 3 of the MLES. 
252
  Par 4 of the MLES; Coetzee (n 244) 7; Mupangavunhu (n 240) 858; Eiselen (n 239) 2809. 
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  Par 5 of the MLES. 
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  Par 8 of the MLES. 
255
  Par 5 of the MLES. 
256
  Article 2(a) of the MLEC. 
257
  Coetzee (n 244) 7; Eiselen (n 239) 2810. 
258
  Eiselen (n 239) 2810; Mupangavunhu (n 240) 860. 
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and a stored record.
259
 The critical elements of the definitions of “data message” and 
“electronic” are the capability of being generated or created, sent, received or transmitted and 
stored.
260
 Section 11 of the ECTA further extends legal recognition to data messages 
regardless of whether it is in whole or in part. The object of the MLEC
261
 and the MLES
262
 is 
to create a media-neutral environment when these models are incorporated into national 
legislation, which various countries have done.
263
 
A data message, if accessible or usable for subsequent reference, is regarded as a 
document or information in writing.
264
 It is only regarded as being received when the 
messages enter the addressee’s information system and is capable of being retrieved.265 A 
data message must merely be capable of being retrieved, it is not required that the message be 
actually retrieved.
266
 
In practice, data messages and electronic documents, have taken the place of written 
records.
267
 Mupangavunhu argues that it might be too early to include social media platforms 
under the list of data messages merely because of the informal language used by the 
parties.
268
 However, the message function on social media allows the users to send and 
receive messages which may include various types of media.
269
 Therefore, the messages sent 
or received and stored on social media platforms will be considered to be a data message, 
similar to emails and SMSs. 
4.4.2  Electronic signature 
Section 24 of the ECTA explains that a data message is not without legal effect even if it is 
without an electronic signature.
270
 In the Spring Forest
271
 decision the court explained that 
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  S 1 of the ECTA. 
260
  Jafta v Ezemvelo KZN Wildlife (n 5) par 111. 
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  Par 6 of the MLEC. 
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  Par 5 of the MLES. 
263
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  Manamela (n 79) 524. 
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the names at the foot of the email constitutes an electronic signature because it identifies the 
person and indicates their approval of the information.
272
 The question now is whether the 
profile information on social media would be considered to have the same effect. The issue is 
that the information associated with a profile needs to be correct,
273
 it is only LinkedIn that 
requires the user’s true name.274 Facebook requires that the everyday life name must be used 
when creating an account for a safer and more accountable community.
275
 Instagram, 
WhatsApp, Twitter and Skype require a username which can be changed on some of these 
platforms.
276
  
The requirements for electronic signatures, when required by the parties, in relation to a 
data message is met if the method identifies the person and their approval of the information 
communicated;
277
 the appropriateness of the method used, having regard to all the 
circumstances at the time of communication, must be considered.
278
 In the Spring Forest 
decision, the court, considering the purpose of an AES and the signature required in the non-
variation clause, concluded that an AES does not apply to private parties.
279
 Additionally, the 
court explained that placing such an onerous requirement and criteria on private parties 
would be detrimental to electronic transactions and would ultimately render section 13(3) 
superfluous.
280
 The method of signature used to fulfil the function, which is to identify the 
signatory, must be considered rather than the form used.
281
 The courts accept any mark made 
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  Spring Forest Trading  v Wilberry  (n 5). 
272
  See Chapter 1. 
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  See Chapter 2. 
274
  LinkedIn “Signing up to join LinkedIn” https://www.linkedin.com/help/linkedin/answer/2964/signing-up-to-
join-linkedin?lang=en (10/09/2019). 
275
  Facebook “How do I create a Facebook account?”   
https://web.facebook.com/help/188157731232424?helpref=topq&_rdc=1&_rdr (10/09/2019) read with 
Facebook’s Terms of Service (n 105).  
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 Instagram “How do I create an Instagram account?” https://help.instagram.com/155940534568753 
(10/09/2019); WhatsApp “Managing your profile”  
https://faq.whatsapp.com/en/android/23741812/?category=5245246 (10/09/2019); Twitter “Signing up with 
Twitter” https://help.twitter.com/en/using-twitter/create-twitter-account (10/09/2019); Skype “How to 
change your Microsoft account display name” https://support.microsoft.com/en-us/help/4027722 
(10/09/2019). 
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  Mupangavunhu (n 240) 867. 
278
  Section 13(3) of ECTA. 
279
  Spring Forest Trading v Willberry (n 5) par 20. 
280
  Spring Forest Trading v Willberry (n 5) par 22. 
281
  Spring Forest Trading v Willberry (n 5) par 26. 
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to attest a document,
282
 even if this mark is made by a magistrate on behalf of a witness, as a 
signature.
283
 
Thus, unless a signature is required by law, in which an AES would be necessary,
284
 the 
name used to identify the parties on social media, whether name or username, should be 
sufficient when it meets the requirements of a signature set out in section 13(3). These 
platforms, further, allows a user to have a picture associated with their profile which may aid 
in identification, should the true picture of the user be used.  
 
4.4.3  Software failures  
Section 26 of the ECTA specifically provides that an acknowledgement of receipt is not 
necessary. However, what happens if the data message was not received due to a malfunction 
on the system used to send the message and who bears the risk? In the Jafta v Ezemvelo KZN 
Wildlife case,
285
 Jafta accepted employment through SMS and email.
286
 The email was 
successfully sent
287
 but it was not received.
288
 In addressing the issue on whether the email 
was received, the court looked at various instruments, such as the ECTA and the MLEC, and 
concluded that none of these instruments provide for situations where the communication 
system malfunctions.
289
 
This risk, in terms of the reception theory, is placed on the offeror who should bear the 
inherent risks of electronic communication in mind when selecting email as a mode of 
acceptance.
290
 This is because the offeror is regarded as having received the message when 
the message enters the information system and is available for retrieval, regardless of whether 
the offeror actually received it.
291
 The MLEC, to address system malfunctions, encourages 
self-regulation by expressly excluding the regulating legislation, which in this case would be 
the ECTA.
292
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As a rule the party who chooses the medium of communication bears the risk that is 
associated with it.
293
 Various authors are in favour of this approach applying to the law of 
contract.
294
 Naturally, this approach must be followed with caution as it is mainly based on 
telegrams.
295
 Although, Erlank and Ramokante argues this in light of automated message 
systems the same should be true for all communication systems. 
In the allocation of risk, there are various arguments. Van der Merwe and Van Jaarsveld 
argue that the party who initiates communication in a particular medium, bears the risk.
296
 
Additionally, the risk, in terms of the expedition theory, is on the offeror since the offeror has 
the opportunity to prescribe the mode of acceptance.
297
 Meiring, on the other hand, considers 
section 23 of the ECTA and argues that it creates a rebuttable presumption.
298
 Pillay J 
disagrees, arguing that it sets a lower standard of proof and that the risk should be determined 
in light of the circumstances of each case.
299
  
 
4.5  Conclusion 
Users of social media should bear in mind that even though information is in the form of a 
data message, it still has legal force.
300
 It is evident that messages generated or created on, 
sent, received or transmitted over and stored on social media fall within the scope of the 
definition of a data message. Additionally, the username – which identifies the user or even 
the profile picture – may be considered to be a signature. Finally, since social media 
platforms are dependent on various systems, the law is open for development where software 
fails. Therefore, there can be no reason for courts not to acknowledge social media platforms 
which enables users to partake in electronic transactions. However, whether a username or 
profile picture should be used as a signature is open for debate. 
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CHAPTER 5: FOREIGN AND INTERNATIONAL LAW 
5.1  Introduction 
Social media connects people across the world allowing for linkages all in an instant. Even 
though the MLEC and MLES sets out standards that aid electronic commerce and signatures, 
it is essential to consider choice of law as well as the position on electronic transactions and 
signature in other jurisdictions.  
 
5.2 Choice of Law 
Party autonomy is determined by the proper law of the contract.
301
 Although it is generally 
accepted that parties have absolute freedom to choose the law that will govern the agreement, 
this choice, express or tacit,
302
 can be limited.
303
 Where the choice is tacit, a court has to 
consider the facts of the case to determine the choice of law applicable, which is 
problematic.
304
 It is argued that although parties may choose the legal system governing their 
agreement, a choice that will purposely defraud the law will not be allowed.
305
 Parties also 
have the right not to choose a legal system and rely on the international instruments;
306
 
alternatively, the law of closest connection would be used to determine the proper law.
307
 
Should the parties not choose a legal system to govern their agreement, the court has to 
determine the law applicable to their contract.
308
 Currently, in South Africa, the proper law is 
established through the subjective approach.
309
 The most important factor to consider is the 
lex loci solutionis.
310
 This approach presumes that the parties intended some legal system to 
govern their contract.
311
 It can be argued that the court, in this instance, attempts to impute an 
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  Schoeman, Roodt and Wethmar-Lemmer Private International Law in South Africa (2014) 50; Forsyth 
Private International Law (2012) 317. 
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  Schoeman et al (n 301) 51; Forsyth (n 301) 327. 
303
  Schoeman et al (n 301) 50; Forsyth (n 301) 317. 
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intention to the parties.
312
 Although the subjective approach has not yet been rejected, it 
appears that the courts are moving towards the objective approach in determining the proper 
law.
313
 In terms of the objective approach the proper law of the contract is determined with 
reference to the legal system that has the closest and most real connection to it.
314
 
There are two basic approaches to determine the proper law of the contract in the absence 
of a choice of law in terms of the objective approach.
315
 The proper law can be determined by 
weighing up relevant factors connecting the contract and parties to the legal system such as 
the place of performance, arbitration, conclusion of the contract, offer, acceptance, choice of 
jurisdiction etc.
316
 The default position is that the law of the place of performance constitutes 
the proper law of the contract unless specific circumstances indicates that another legal 
system has to be applied.
317
 
The proper law governs the entire contract except the capacity and formal and inherent 
validity.
318
 In terms of capacity South African law is unclear,
319
 it appears that the personal 
law would be used to determine the capacity of the parties.
320
 The proposal by Fredericks in 
this regard is compelling.
321
 Formalities, on the other hand, are mainly to evidence the 
contract and are governed by the lex fori.
322
 
 
5.3 Foreign Jurisdictions 
Various countries, such as the USA, UK and Australia, implemented legislation to regulate 
electronic transactions in light of the MLEC and the MLES. The approaches adopted by the 
legislation are slightly different but the aim remains to facilitate electronic commerce and 
electronic signature. 
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5.3.1  United States of America 
Electronic transactions are regulated by the Uniform Electronic Transactions Act (UETA),
323
 
which have been accepted by forty-seven states.
324
  The UETA facilitates electronic 
communications, giving legal recognition to electronic signatures and records.
325
 The law is 
able to stay relevant due to the minimalist methodology that enables “electronic signature in a 
commercial and legal environment with concise, simple, technologically neutral 
legislation”.326 Unfortunately, this act has a limited scope of application,327 since it excludes 
wills, trusts and transactions regulated through certain other legislation.
328
 
The Statute of Frauds,
329
 which applies across the USA, sets out which contracts have to 
be in writing to be valid.
330
 The essence of the traditional writing requirement is that the 
communication be in tangible form.
331
 Courts have considered tape recordings, faxes and data 
on computer disks to constitute writing.
332
 The writing requirement is satisfied if the writing 
proves to be the basis of oral evidence which rests on a real transaction, it does not need to be 
a formal document.
333
 According to the Restatement (Second),
 334
 the content of the writing 
must “(1) reasonably identify the subject matter of the contract; (2) indicate that a contract 
has been made; and (3) state the essential terms of the unperformed promise.”335 Section 7(c) 
of the UETA, states that electronic records – which is “a record created, generated, sent, 
communicated, received, or stored by electronic means”336 – satisfy the writing requirements 
in the Statute of Frauds.
337
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A signature is described as any mark which is made with the intention of authenticating it 
as the signatory’s writing.338 The key to a signature is that it is a symbol made with 
intention.
339
 Typewritten names and names on a letterhead, amongst others, have been 
considered to be signatures.
340
 Electronic signatures are described as “an electronic sound, 
symbol, or process attached to or logically associated with a record and executed or adopted 
by a person with the intent to sign the record”.341 Section 7(d), further, provides that if the 
law requires a signature, an electronic signature would satisfy the requirement. Thus, 
electronic signatures, records and contracts are given legal recognition without the necessity 
of an AES.
342
 
 
5.3.2  Australia 
Electronic transactions are regulated by the Commonwealth Electronic Transactions Act
343
 
(ETA). This act came into force on 10 December 1999 and was implemented in phases to 
assist organisations with establishing systems to control their electronic transactions.
344
 The 
ETA was created by the Electronic Commerce Expert Group (ECEG) who recommended the 
ETA to be similar to the MLEC.
345
 The governing principles of this act is to “recognise that 
electronic communications have the same level of legal enforceability as written 
communication and paper documents” and it “seeks to prohibit the law from discriminating 
between different forms of technology and differing levels of technical knowledge.”346 The 
ETA is implemented to create functional equivalence between paper and electronic 
communication based transactions
347
 and technological neutrality since the law should not 
discriminate between different forms of technology.
348
 The traditional requirements of 
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signature and writing, amongst others, are fulfilled under the ETA.
349
 It, further, gives legal 
recognition to transactions, wholly or partly electronically, affording it the same legal 
enforceability as traditional communications.
350
 This act also applies to household, family 
and personal contracts.
351
 Contracts, under this act, are received when it leaves the 
information system of the originator of the communication.
352
 
Certain contracts are subjected to formal requirements such as writing.
353
 The contract 
must be reduced to writing if legislation dictates it;
354
 alternatively, it must be reduced to 
writing for evidentiary purposes.
355
 Originally, the purpose for the writing requirement was to 
memorialise the agreement.
356
 The phrase “in writing” requires words with a physical 
appearance, which poses a challenge to electronic contracts.
357
 The concern is that electronic 
contract may never be printed – thus never taking on a physical form.358 Some commentators 
argue that electronic documents are not in writing,
359
 since it is merely a series of numbers 
stored in a computer’s memory which is translated into words.360 
Section 5 of the ETA describes electronic communication as “communication of 
information in the form of data, text or images by means of guided and/or unguided 
electromagnetic energy; or in the form of speech by means of guided and/or unguided 
electromagnetic energy, where the speech is processed at its destination by an automated 
voice recognition system.” The courts have accepted that an email satisfied the writing 
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requirement for notices
361
 and that it satisfy the service of notices in a contractual context.
362
 
Additionally, a bankruptcy notice, attached to an email, was also found to be valid.
363
 
Signatures, as a requirement, posed a hurdle which the ETA overcame by providing for 
electronic authentications.
364
 The ECEG defined electronic signatures as “any symbol or 
method executed or adopted by a party with the present intention to be bound or to 
authenticate a record, accomplished by electronic means”.365 Consequently, passwords, PIN 
numbers, digital signatures and biometric codes may take the place of a signature.
366
 Section 
10(1) of this act, which regulates electronic signature, requires the method – reliable and 
appropriate for the purpose or proven to fulfil the functions – used to identify the person and 
indicate their intention in terms of the information communicated. In terms of section 37 
Commonwealth Federal Court Act
367
 the signature of the registrar includes electronic 
signatures. 
 
5.3.3  The United Kingdom 
One of the requirements for the validity of a contract is form,
368
 which is the equivalent of the 
South African formalities requirement. As a general rule, there are no formalities, subject to 
some statutory exceptions.
369
 This requirement consists of writing or authentication by a 
notary, amongst others.
370
 The purpose of this requirement is to promote certainty and has a 
cautionary effect, protective function and a challenging purpose.
371
 The cautionary effect 
allows a contractant to go through the content before executing a contract.
372
 The protective 
function protects the weaker party to the contract through a written record of the terms.
373
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The form, which may serve a challenging purpose, is described as a particular form which 
may help to distinguish one type of transaction from another.
374
 
The Electronic Communications Act
375
 (ECA), amongst others, regulates electronic 
transactions by facilitating the use of electronic communications and electronic data storage. 
Section 15(1) of this act describes electronic communication as “a communication 
transmitted (whether from one person to another, from one device to another or from a person 
to a device or vice versa) — (a) by means of a telecommunication system (within the 
meaning of the Telecommunications Act 1984); or (b) by other means but while in an 
electronic form”. 
A signature, in general, is the name or a mark representing an individual’s name, written 
or otherwise affixed to a document, with the intention of authenticating the document as 
being that of, or binding on that individual.
376
 A signature may also be a mark made by the 
signatory (even if literate).
377
 The courts even extended a signature to a description of the 
signatory provided that it is unambiguous.
378
 A signature may be attached to an electronic 
communication such as an email.
379
 Despite the liberal approach, the courts are not willing to 
accept the email address to constitute a valid signature as it is not intended to be a 
signature.
380
 
The definition of a signature in the ECA is a broad one.
381
 Section 7 recognises the 
validity of electronic signatures provided that it is “admissible as evidence of authenticity”.382 
This section further describes an electronic signature as “so much of anything in electronic 
form as— (a) is incorporated into or otherwise logically associated with any electronic 
communication or electronic data; and (b) purports to be so incorporated or associated for the 
purpose of being used in establishing the authenticity of the communication or data, the 
integrity of the communication or data, or both.” 
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5.4  Conclusion 
Since Social Media connects the world, which makes contracting easy and instant; the legal 
implications must be considered. Whether the chosen jurisdiction will recognise the validity 
of the contract as well as whether the formal requirement(s) are met when the contract is 
concluded electronically, become important questions parties have to ask themselves. Some 
jurisdictions are lenient and provides extensively for electronic transactions whereas others 
have a very limited scope of application. Most importantly, legislation regulating electronic 
transactions is largely based on the MLEC and MLES.   
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CHAPTER 6: CONCLUSION 
In a South African context, the application of electronic writing and signatures has been 
broadened. An email is not only equal to a written document; the signature at the end thereof 
amounts to a signature according to the court in the Spring Forest judgment. Some 
commentators already accepted SMS communications to fall under the definition of a data 
message, on the basis that it is a norm in communication. In comparing the elements of a data 
message and electronic communication to a SMS, the court, in the Jafta decision, found it to 
be a data message which is as effective as a written document. This was confirmed by the 
Sihlali decision, in which it was explained that, provided that the relevant requirements are 
met, there are no reason not to accept the contents of the communication irrespective of the 
mode used. Thus, considering what social media platforms are, it might be safe to say that the 
direct messages are also data messages and is therefore regulated by the ECTA. This is 
despite Mupangavunhu’s opinion that it might be too early to include social media platforms 
under the list of data messages due to the use of informal language. 
The terms applicable to the use of social media platforms aims to provide some security 
for its users, however, these platforms do not take responsibility for the conduct of its users. 
These platforms are not without risk since fake accounts, which defraud users, are created 
daily. Amongst the problems posed by these platforms are whether the requirements of a 
valid contract are met. Although the requirements of a valid contract are commonly found, it 
appears that it is silent on the manner in which it should be met. This, of course, excludes the 
formality requirement. The traditional requirements of writing and signature may pose a 
challenge in the digital age. Fortunately, instruments such as the ECTA, MLEC and MLES 
have been implemented to regulate ecommerce. Unfortunately, these instruments do not 
regulate every aspect of ecommerce. System malfunctions are largely unregulated; however, 
compelling arguments have been raised in this regard. Erlank and Ramokante explains that 
the risk should be placed on the party choosing the mode of communication, which according 
to Stoop, Van der Merwe and Van Jaarsveld is the party who initiates the communication. 
Although this risk is argued in light of automated message systems, this should apply to all 
electronic communications. 
It is clear that the MLEC and MLES aim to create a media neutral environment. This 
objective is also found in the ECTA, UETA, ECA and the ETA. South African courts have 
already shown their willingness to include emails and SMSs to this environment. The same is 
true for jurisdictions, such as Australia, the UK and USA. In the USA, the courts accepted a 
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tape recording to constitute writing, and in Australia the bankruptcy notice, attached to an 
email, which was required to be in writing by legislation, were recognised as writing. Despite 
the argument against electronic contracts, legislation provides that electronic writing satisfies 
the traditional writing requirement. Courts also showed their willingness to accept writing 
that is electronically available to be “in writing”. This enthusiasm may also be extended to 
social media based documents or messages. 
The essence of electronic signature and the boundaries of its application are still 
undetermined. It is, however, clear that the function of the signature should be considered 
rather that its form. This can be linked to another aspect which is brought to light through a 
world connected by social media. Various legal systems may apply to a specific contract and 
the chosen legal system, whether tacit or expressed, should be considered when contracting. 
In a South African context, the ECTA makes provision for electronic contracts. Considering 
signature in this context – AES are required in certain instances. The American UETA, on the 
other hand, provides for technology neutral legislation and the recognition of electronic 
signatures without the need for AES. Australia also enacted legislation that would not 
discriminate between technology which is only subjected to the electronic signature 
identifying the signatory and indicating the intention of the information communicated. The 
UK has extended its recognition of signatures to include a description of the signatory. 
Perhaps a combination of the rules adopted in these jurisdictions may aid electronic 
signatures in the South African context and promote the facilitation of ecommerce. 
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