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Abstract: Due to the increasing defect rates in highly scaled complementary metal-oxide-
semiconductor (CMOS) devices, and the emergence of alternative nanotechnology devices, reliability
challenges are of growing importance. Understanding and controlling the fault mechanisms associated
with new materials and structures for both transistors and interconnection is a key issue in novel
nanodevices. The graphene nanoribbon field-effect transistor (GNR FET) has revealed itself as a
promising technology to design emerging research logic circuits, because of its outstanding potential
speed and power properties. This work presents a study of fault causes, mechanisms, and models at
the device level, as well as their impact on logic circuits based on GNR FETs. From a literature review
of fault causes and mechanisms, fault propagation was analyzed, and fault models were derived for
device and logic circuit levels. This study may be helpful for the prevention of faults in the design
process of graphene nanodevices. In addition, it can help in the design and evaluation of defect-
and fault-tolerant nanoarchitectures based on graphene circuits. Results are compared with other
emerging devices, such as carbon nanotube (CNT) FET and nanowire (NW) FET.
Keywords: emerging nanodevices; graphene nanoribbon FET; defects and variations; fault models;
logic circuits
1. Introduction
The development of deep submicron complementary metal–oxide–semiconductor (CMOS)
technology includes the possibility of ultrasmall, low-power electronic products, such as communication
and computing devices, embedded sensors, etc. However, in addition to the benefits of smaller
transistors, there are significant problems in shrinking conventional devices to the nanoscale. They are
mainly as follows [1,2]:
1. Device fabrication. It may be difficult to extend optical lithography into the realm of low tens
of nanometers. Furthermore, random process variations can lead to device characteristics that
are unpredictable.
2. Device operation. As dimensions are reduced, voltage levels also need to be reduced accordingly.
This fact increases the subthreshold static power of the metal–oxide–semiconductor field-effect
transistors (MOSFETs). In addition, conventional MOSFETs will behave differently, appearing
quantum effects, such as tunneling and ballistic transport.
3. Heat dissipation. As device density increases, heat dissipation becomes a major problem, reducing
circuit reliability and leading to shorter device lifetimes, or even to device failure.
Recent proposals for sub-10 nm integrated circuit (IC) technologies show many challenges [3]. New
transistors and interconnect materials, new mask making and patterning techniques, and novel defect
inspection methods are necessary to cope with those extremely small sizes. In addition, fundamental
physical limitations related to quantum tunneling are increasingly important.
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Given the preceding problems, the electronic industry has begun to look beyond shrinking the size
of conventional electronic devices. New devices and system architectures will need to be developed,
based on physical effects only encountered on the nanoscale. A wide set of emerging logic nanodevices
beyond silicon transistors have been proposed, based on new state variable definitions, structures, or
materials [4].
Among them, the most promising in the near future are carbon nanotube (CNT) FET, nanowire
(NW) FET, tunnel (T) FET, and graphene nanoribbon (GNR) FET [5]. They present a conventional
MOSFET-like structure, and the logical state is based on electronic charge.
This paper is dedicated to GNR FETs, due to the excellent electrical and thermal properties of
graphene [6–8]. Since its discovery in 2004, no material has attracted more attention than graphene. In
particular, its high carrier mobility due to the room temperature ballistic transport of charge carriers
offers a big potential capability to design high speed logic circuits. In addition, the outstanding thermal
properties of graphene provide good perspectives to cope with the increasing dissipation power density
of integrated circuits. Moreover, the potential to apply full planar processing for devices promises high
integration with conventional CMOS fabrication processes [9–12].
Besides the excellent properties of graphene, it presents a big challenge for digital logic applications.
It is a semi-metal with zero bandgap. Patterning narrow stripes of graphene (GNR) results in the
quantum confinement of carriers in 1D armchair-GNR (A-GNR), which can open a bandgap of several
hundred meV in order to fulfill the requirements of low-power logic design [13,14]. Nevertheless,
narrow GNRs of a few nanometers presents reliability challenges related to edge roughness and
dimension variations, which can affect the electronic properties of GNR FETs [15–17].
In fact, reliability is expected to become a big issue in emerging nanodevices, due to scaling and the
use of new materials and designs. Important reliability challenges are as follows [2]: 1. Understanding
and modeling failure mechanisms; 2. Analyzing the impact on circuits; and 3. Introducing reliability
evaluation methodologies.
This paper tries to cover these challenges, applying them to GNR FETs. Figure 1 summarizes the
methodology devised. In a first step, relevant manufacturing defects and variations are reviewed from
the literature on GNR FET devices. Then, the resulting fault propagation is analyzed to deduce fault
models at the device and logic circuit levels.
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Figure 1. Planned methodology in our work.
Fault models at the logic level have been generated from the structure of logic circuits made
of transistors. These fault models, which constitute the main contribution of this paper, will enable
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the future development and precise evaluation of new defect- and fault-tolerant architectures for
nanoelectronic systems. Injection of the fault models can be a powerful technique to carry out the
evaluation of the system, while doing it at a manageable cost. Wear-out (aging) and transient faults are
also important issues that must be deeply analyzed in future research.
In previous studies, we applied the methodology shown in Figure 1 to other emerging devices
such as NW FETs and CNT FETs [18–20]. In this way, this paper completes a sort of trilogy of
promising logic nanodevices. Note that our work is based on a qualitative analysis of fault propagation,
using the equations of the devices and the structure of the logic circuits. Other research papers in
the literature [21–23] have applied simulations at physical and electronic (SPICE) levels in a more
quantitative approach. These two types of analysis may complement each other.
In summary, the main contributions of our paper are as follows:
1. Identifying a wide set of fault causes and mechanisms in GNR FET devices. This constitutes a
deep review task, necessary to develop points 2 and 3.
2. Analyzing the fault propagation and modeling faults at the logic level. This phase is done based
on the previous point, and the structure and equations of digital circuits. Fault modeling opens
the possibility of evaluating the reliability of defect-tolerant nanoarchitectures by means of fault
injection at a manageable cost.
3. Comparing the fault models with other emerging devices, namely, CNT FETs and NW FETs. They
are also promising devices for future digital applications.
This work is organized as follows. Sections 2 and 3 present a brief description of GNR FET
devices and logic circuits in current technology. Section 4 reviews some key reliability challenges and
requirements related to emerging nanodevices, structures, and materials beyond CMOS. Section 5
presents a survey of fault causes and mechanisms, which leads to the identification of fault models at the
device and circuit levels. Finally, Section 6 provides some conclusions and proposals for future work.
2. Graphene Nanoribbon Devices
As mentioned above, GNR FETs are one of the most promising devices for digital logic [4]. The
main challenge of GNR FETs is the desired combination of sufficient bandgap and enough mobility.
Graphene must be processed into narrow strips (GNRs) with widths below 10 nm in order to
open a sufficient bandgap and become semiconducting. GNR bandgap is inversely proportional to its
width [6].
Figure 2 shows the structure of a wide-narrow-wide (WNW) all-graphene dual-gated GNR FET [7].
The wide regions are metallic and the narrow ones are semiconducting. A planar top metal gate
modulates the channel conductance, while a substrate acts as a back gate for electrostatic channel
doping. The device has an almost conventional MOSFET structure, but with an alternate channel
material (GNR) to enhance the charge transport.
Notice that the GNR has armchair edges. Armchair GNRs can be semiconducting or metallic,
depending on the ribbon width. By contrast, zigzag GNRs demonstrate metallic properties. Using an
all graphene device/interconnect circuit topology would benefit from ohmic contacts, and it would
reduce extrinsic capacitance and circuit level delay [7]. Forming good graphene–metal contacts is a
critical issue in graphene circuits [2,4].
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3. Graphene Nanoribbon Logic Circuits
In this section we show some examples of logic circuits based on GNR FET devices. Most of the
logic circuits proposed in the literature [2,10,13,21,23,24] present a CMOS-like structure. They are basic
logic gates or memory cells.
Figure 3a illustrates an inverter, the simplest logic element. This inverter design uses the WNW
(metal–semiconductor–metal) all-graphene model for pull-up (PUN) and pull-down (PDN) networks.
Notice that CNT (carbon nanotube) can make direct contact with the device-level graphene. This
improves the interconnects, due to the room temperature ballistic transport of charge carriers in
the CNT.
On the other hand, Figure 3b shows a NAND logic gate. Pull-up transistors are connected in
parallel, whereas pull-down transistors are connected in series. A CMOS-like structure ensures that
static power remains near zero.
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Graphene has also been used in non-volatile flash memory cells, replacing the floating gate of
the cells [25]. Likewise, it can be employed as conductive channels in bit lines and word lines of the
memory. The use of graphene in non-volatile memories presents fewer challenges than in logic gates,
because e ory operation requires only large (>104) Ion/Ioff without need for Av (voltage gain) >1 [24].
As a last example, latches and static RAM (SRAM) cells have also been proposed [18,26,27]. They
are mainly based on a typical cross-coupled inverter structure, where inverters are designed from
GNR FETs.
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4. Reliability Challenges and Requirements
Reliability is a big issue in emerging nanodevices, because a high rate of manufacturing defects
and variations are expected [2,4,24].
The speed of the introduction of new materials and devices is exceeding our capability to build
up learning on new failure mechanisms and physics, whereas the fault rate requirements are becoming
increasingly demanding. Moreover, this is complicated by the fact that new failure physics may lead to
significant and important deviations from the traditional statistical distributions, making error analysis
non-straightforward [2].
The study of fault causes and mechanisms is necessary to achieve fault prevention in the design
process, as well as the proper fault tolerance techniques. In addition, the gap between device reliability
and system reliability is very large. There is a strong need for device reliability investigation to address
the impact on circuits. Work is needed on rapid characterization techniques, validated models, and
design tools for each failure mechanism [2,28].
Another important requirement is to apply an efficient reliability evaluation methodology [2],
which can deliver relevant long-term degradation assessment while preventing excessive accelerated
testing which may produce misleading results. This need is driven by the decreasing process margin
and increasing variability, which greatly degrades the accuracy of lifetime projection from a standard
sample size. The ability to stress a large number of devices simultaneously is highly desirable,
particularly for long-term reliability characterization. Doing it at a manageable cost is a challenge
that is very difficult to meet, being more difficult as we migrate to more advanced technology nodes.
Fault injection techniques may be straightforward at this point. Other techniques based on physical
simulation [9] and probabilistic models [29] have also been proposed.
It is commonly thought that the ultimate nanoscale device will have a high degree of variation and
a high percentage of non-functional devices right from the start. This is viewed as an intrinsic property
of devices at the molecular scale. As a result, for the designer, it will no longer be possible to take into
account a “worst-case” design window, because this would jeopardize too much the performance of
the circuits. To deal with this situation, a complete paradigm change in circuit and system design will
therefore be needed [2,4]. While we are not there yet, the increase in variability is clearly already a
reliability problem that is taxing the ability of most manufacturers. This problem is provoked by the
variability that degrades the accuracy of lifetime projection, forcing a dramatic increase in the number
of devices tested. The coupling between variability and reliability is squeezing out the benefit of scaling.
At some point, perhaps before the end of the roadmap, the cost of ensuring each of the transistors in
a large integrated circuit to function within specification may become too high to be practical. As a
result, the fundamental philosophy of how to achieve product reliability may need to be changed. This
concept is known as resilience, that is, the ability to cope with stress and catastrophe. One potential
solution would be to integrate the so-called knobs and monitors in sensors of other circuit parts that
are running out of performance and then, during runtime, they can change the biasing of the circuits.
Such solutions need to be further explored and developed. Ultimately, circuits that can dynamically
reconfigure themselves to avoid failing and failed devices (or to change or improve functionality) will
be needed. Sophisticated defect- and fault-tolerant techniques must be introduced [30].
In this way, Figure 4 summarizes some key reliability challenges and requirements of emerging
nanodevices and nanoarchitectures. In this paper, we focused on the three first requirements,
emphasized in bold type: (1) understanding fault causes and mechanisms; (2) analyzing the impact on
logic circuits; and (3) generating fault models easy to inject at a manageable cost.
The design and evaluation of new defect- and fault-tolerant nanoarchitectures represent a
challenging future research subject.
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5. Fault Causes, Mech nisms, nd Models
This section examines fault causes and mechanisms of GNR FETs, which leads to the identification
of fault models at the device and logic circuit levels. Fault causes and mechanisms were extracted
doing a literatur review. A summ ry is shown i Tabl 1 d Figure 5. References are indicated in
the text.
As presented in Table 1, although the biggest p rt of the study focus d on manufacturing defects
and variations, som environment- and aging-related faults were also treated. We generated the fault
models in two steps:
• Study of the impact of defects and faults on GNR FETs. Generation of fault models at the device
(transistor) level. In this step, we analyzed the equations of the devices and their parameters.
• Study of fault propagation from the device level to the (logic) circuit level. Generation of fault
models at the logic circuit level. This step is based on the structure of logic circuits made
of transistors.
Figure 5 shows the fault propagation process in a directed graph. The graph displays fault causes
and mechanisms, and how they affect some key parameters: energy bandgap, mobility, Ion/Ioff, noise
margin, etc. Fault models are highlighted at the end nodes of the graph.
Next, we explain the details of the fault model generation.
Electronics 2019, 8, 851 7 of 18
Table 1. Fault causes, mechanisms, and models of GNR FET logic circuits.
Defects and Faults Causes and Mechanisms Effect on GNR FET Fault Model atDevice Level
Effect on the Logic
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5.1. Manufacturing Variations
Some parameters of the transistors are affected by manufacturing variations. Next, we describe
the m st important variations and their imp ct on the characteristics of transistors and logic circuits.
5.1.1. Ribbon Width
Ribbon width variation is a critical defect that may provoke an important degradation in power,
noise margin, and speed. Notice that th word “degradati n” does n t mean a change over time,
because the faults are permanent. In fact, “degradation” implies a cha ge in the spatial domain.
Let us analyze the influence on e h facto .
• Power degradation. GNR FET ON current scales proportionally with width W, whereas the OFF
current has an exponential dependency [10]:
Ion ∝W
Io f f ∝ e
− Eg/KT ( )
where: Eg = GNR bandgap, K = Boltzmann constant, T = temperature.





Then Ioff can be written in function of W as follows:
Io f f ∝ e
−C/WKT (4)
where C = constant.
To achieve manageable OFF currents for digital applications, GNR widths must be scaled within
the sub-10 nm regime to avoid the increase in static power dissipation and poor ON–OFF ratio.
Important variations in the power (mainly static) of an inverter gate have been observed in
simulation experiments [9,21,23,31].
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• Noise margin degradation. The second effect is a significantly diminishing noise margin.
Band-to-band tunneling in narrow bandgap GNR FETs prevents either PUN or PDN of logic
circuits from completely cutting off when its complement network is active [10]. This may
lead to voltage variations in the output of logic circuits. We propose complementary value and
indetermination fault models for combinational circuits. The complementary value model means a
change in the logic value (“0” changes to “1” or vice versa). The indetermination model represents a
value that is in the forbidden gap between “0” and “1” logic values. In the case that the perturbed
signal arrives at a sequential circuit, it can propagate and manifest as a bit-flip, which means a
change in the memory state.
Noise margin degradation can perturb the state of latches [9,21] and SRAM memories [27]. Dense
memories, which are a big prospect for graphene-based devices, can be particularly susceptible to
variations and defects with near-zero noise margins, as well as an increase in leakage power [31].
Note that a dash line appears in the “Fault Model at Device Level” column in Table 1. This is
because there are no standard fault models at the device level (stuck-on, stuck-off, delay) related to
Ion/Ioff degradation.
• Speed degradation. W variations can provoke the mobility degradation of the carriers, and thus
the reduction of the GNR FET switching speed. Let us analyze this relationship. First, the ribbon
width affects the energy bandgap according to Equation (3). Then, the mobility µ depends on Eg
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In this way, reducing W leads to a degradation of the switching speed at the transistor level.
Furthermore, this degradation is greater for thinner ribbons.
Delay at the device (transistor) level propagates to the logic level (see Table 1), provoking the
performance degradation of the logic circuits that are made of GNR FETs. The delay model is suggested,
which means a degradation of the propagation delay of the transistors and the digital circuits.
Important variations in the delay of an inverter gate have been observed in simulation
experiments [21,23]. The delay increases notably as the width of the GNR decreases.
Another factor that is affected by W variations is Ion current, as shown by Equation (1). Reducing
channel width decreases Ion and this worsens delay again. It is common to put several parallel
semiconducting GNRs in order to increase Ion and to improve the delay of the transistor [10].
Nevertheless, multiple defects and variability can happen in various GNRs simultaneously, provoking
much more impact than single faults [21].
5.1.2. Oxide Thickness
Oxide thickness variations modify the gate (oxide) capacitance Cox and, subsequently, the intrinsic










where CQ is the quantum capacitance [10].
Propagation delay of digital circuits is proportional to CIN, so oxide thickness variations can
provoke variations in the speed of digital circuits. The delay model is proposed to represent this effect.
5.1.3. Channel Length
The time required for carriers to travel the transistor channel depends on the channel length (or















where VD = drain voltage.
Variations in LG may change the channel resistance. They have an important impact on the speed
of transistors and, consequently, of digital circuits. Moreover, the ballistic transport of the GNR FET can
be degraded, if LG is higher than the mean free path for elastic and inelastic collisions of electrons [1].
The delay model should also be representative for this case.
Furthermore, the cutoff frequency of graphene transistors depends on LG as fT = (LG)−2 [32], and
thus, it can be affected by the channel length variations. This can be problematic in the design of
graphene-based electronics for high-frequency applications.
5.1.4. Misalignment of Electrodes
Misalignment of drain, source, and gate electrodes can provoke significant gaps between electrodes,
where a large proportion of the graphene channel in the gap area is not gated. This increases the access
resistance and may lead to delay and performance degradation. The delay fault model is again chosen
for this fault.
An approach to the fabrication of high-speed graphene transistors with a self-aligned nanowire
gate to prevent such degradation is proposed in [33].
5.2. Manufacturing Defects
5.2.1. Edge Roughness
Currently, line edge roughness along a GNR edge is an unavoidable consequence of lithographic
and chemical fabrication techniques. State-of-the art etching techniques are far enough from atomistic
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resolution. This leads to conductive channels having irregular edges. Random edges may lead to
additional scattering, which can be detrimental for the speed and energy consumption of transistors,
and in fact, they can diminish the advantages offered by graphene’s ballistic transport [7,12].













Intrinsic device level scattering mechanisms can influence mobility and transit time (see Equations
(5) and (8)), and thus the delay model is adequate to represent this effect.
In addition, simulations in [9,23,31] have shown that edge roughness effects reduce Ion and
increase Ioff, with the effect of edge roughness increasing as GNR width is decreased. Ion/Ioff degradation
provokes a worst power and noise margin, as shown in Figure 5 and Table 1. As commented before,
this may manifest as complementary value, indetermination, or bit-flip fault models at the logic level.
Edge roughness is projected to play an important role in GNR FET behavior.
5.2.2. Charge Impurities
Recent experimental studies suggest that transport in graphene nanoribbon is greatly affected by
defects at the edges and charged impurities [2].
Top-gated graphene devices allow the fabrication of independently addressable device arrays,
as well as more complex integrated devices and circuits. However, the deposition of dielectric can
introduce undesired impurities or vacancies in the graphene lattice, leading to a significant degradation
in carrier mobilities [34]. Exploring graphene for future electronics requires the effective integration of
high-quality gate dielectrics.
In [32], top-gated graphene transistors operating at high frequency (gigahertz) were fabricated
and their characteristics analyzed. After deposition of top gate dielectrics by atomic layer deposition
(ALD), there was a significant reduction in both the device conductance and mobility. The current and
mobility degradation in the oxide-covered devices may be attributed to charged impurity scattering
associated with the NO2 functionalization layer and interface phonon scattering in the oxide.
Charge impurities are one of the intrinsic scattering mechanisms, as is shown in Equation (12).
From this point of view, the delay fault model is suitable to represent the fault effect at the transistor
and logic circuit levels.
It has been observed that charged impurities severely affect the Schottky barrier at the source
end of the transistor channel [21,23]. Charged impurity increases the barrier height and thickness,
the electron flow is significantly reduced by the large barrier, and the ON current is notably reduced.
Delay, power, and noise margin degradation have been observed in the simulations of a logic inverter.
As mentioned previously, this may manifest as complementary value, indetermination or bit-flip fault
models at the logic level.
When simultaneous variations in width and charge impurities are considered, variations in width
are predominant, although the effects are exacerbated by the presence of charged impurities [9,31]. In
addition, multiple defects in an array of parallel GNR channels can occur. For example, if the pitch
(the spacing between the neighboring GNRs) is comparable to the gate oxide thickness, it is reasonable
to expect an impurity to affect more than one GNR in the GNR FET channel, because the charged
impurity’s electric field is not completely screened by the gate.
5.2.3. Lattice Vacancies and Adsorbates
During the fabrication process, carbon atom vacancies in the interior of the ribbon may be
introduced. In addition, adsorbed atoms and molecules (e.g., H, F, O, and OH) bond covalently to
graphene and disrupt the lattice symmetry [10,35]. Both are possible candidates for the imperfections
that scatter electrons passing through the ribbon. This type of scattering is elastic and similar to
impurities scattering, and results in low electron transmission probabilities and the decay of the ballistic
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quantum conductance 2e2/h [1]. Scattering also degrades the charge mobility, as is show in Equation (5).
The increase of the ribbon resistance and the mobility degradation worsen the transit time, and thus
the delay model is chosen to represent this effect.
5.2.4. Electrical Contacts
Forming good metal–graphene contacts remains a critical research issue [4,12,36]. Contact
resistance needs to be improved in current technology. Nevertheless, ohmic contact formation may be
easier than in small diameter carbon nanotubes, which tend to create Schottky barriers. GNR circuits
can avoid this problem by using the same sheet of graphene for both active devices and interconnect [10].
The width-dependent conductivity allows the design of a monolithically patterned wide-narrow-wide
(WNW) all-graphene interconnect–channel heterostructure, as shown in Figure 2. However, metal
contacts are unavoidable at the ends of the device array, due to topological requirements for connecting
complex circuit elements. The improvement of electrical contacts between nanoobjects and electrodes
can be done by applying ultrasonic bonding [37,38].
Metallic contact resistance affects the switching speed of logic circuits, and they should be modelled
with the delay fault model.
5.3. Environmental Faults
5.3.1. Ion Radiation
Defects in crystalline lattice may be produced by ion radiation. Ion damage depends on penetration
depth and cascade effects [10]. Cascade effects occur when a scattered C atom with a large amount
of energy hits and perturbs another C atom iteratively. If ion dose is low, only a few lattice atoms
are perturbed. High ion doses produce full lattice disorder. This leads to a wear-out process. Lattice
disruption can provoke the mobility degradation of electrons and the speed degradation of transistors.
The delay fault model is proposed to represent this situation.
5.3.2. Thermal Effects
Thermal effects increase the inelastic electron–phonon collisions, since phonon (quantized lattice
vibrations) energy will be greater at higher temperatures. The lattice vibrates more at higher
temperatures. This may provoke a degradation of mobility and speed, thus leading to the delay
fault model.
Furthermore, thermal effects play an important role in the phase coherence of the electron wave
function:
ψ(r, t) = ψ(r)e−iEt|h (13)
As temperature T increases, the spread of electron energies (that vary on the order of KT) will
increase, along with their associated phase differences, eventually leading to thermal decoherence even
in the absence of particle scattering [1]. Decoherence is one of the most problematic issues facing the
development of quantum computers. That is, the computation must be finished before the quantum




It has been observed that graphene wires degrade with time under constant current stress, mainly
caused by the formation of defects due to graphene oxidation [39]. This provokes a linear increase
of the wire resistance with time before the final breakdown. The increase of the wire resistance can
affect the device switching delay, and thus, the delay model is proposed to represent this class of fault.
Breakdown can be modelled as the open (or stuck-off ) of the device, and this can provoke a fixed or
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floating value in the logic circuit, depending on which transistor (N, P, or both) fails. Therefore, stuck-at
and high impedance may be suitable fault models at the logic abstraction level.
5.5. Summary
From the previous study, we can highlight some aspects:
1. Fault causes have been classified in four groups (see Table 1): manufacturing variations,
manufacturing defects, environmental faults and aging faults. The most harmful causes according
to the literature are ribbon width variations, edge roughness, and charge impurities in gate oxide.
2. Two main types of fault mechanisms have been identified (see Figure 5): those that perturb the
logic signal value and those that impact the logic signal timing. The former are related to Ion/Ioff
degradation and some aging processes, whereas the latter are linked with mobility degradation.
3. With respect to fault models at the device level, we note that the most frequent is the delay
fault model (see Table 1). This is because there is no standard fault model (stuck-on, stuck-off,
delay) related to Ion/Ioff degradation at the device level. In this case, a dash appears in the table.
Nevertheless, stuck-off related to wire breakdown has been identified.
4. Directly related to the fault mechanisms, two groups of fault models are proposed at the logic
level. Timing degradation can be modelled with the delay fault model. Value degradation can be
modelled with several fault models: complementary value and indetermination in combinational
circuits, and bit-flip in sequential circuits and memory. Complementary value, indetermination and
delay are permanent faults, whereas bit-flip is transient. Other fault models that affect the output
value are stuck-at and high impedance, related to the breakdown of graphene wires. Table 1 and
Figure 5 show that timing degradation and the delay fault model are quite relevant, because they
are related to more fault causes.
5. Obtained fault models are classic well-known ones. The reason for this is twofold: GNR FETs are
charge-based electronic devices with a conventional MOSFET-like structure [4] and GNR FET
logic circuits present CMOS-like structures (see Figure 3).
6. Note that manufacturing defects and variations are permanent faults in essence. Nevertheless,
environmental and wear-out faults can provoke aging processes, where the device characteristics
change over time. Even transient faults may be generated by environment, although this is
a subject of future research. The term “degradation” related to permanent faults implies an
alteration in the spatial domain.
6. Comparison with CNT and NW Circuits
The objective of this section is to compare the fault models of GNR FET logic circuits with those
based on other promising devices, namely, carbon nanotube (CNT) FETs and nanowire (NW) FETs.
Details about the fault models for these devices can be found in our previous work [19,20].
6.1. Comparison with CNTs
Some harmful fault causes and mechanisms in CNT FET circuits are as follows:
1. Manufacturing defects of the metallic and misalignment/misposition types [20]. The manufacturing
process makes it nearly impossible to guarantee the perfect alignment and accurate positioning
of all CNTs at the Very Large Scale Integration (VLSI scale, or the growing of semiconducting
CNTs exclusively. GNR FET circuits avoid these defects, because graphene’s planar profile
makes it amenable to well-established top-down planar fabrication techniques for silicon CMOS
devices [40–42]. Some fault models, different from those of GNR FET circuits, have been identified
in relation with metallic and misalignment/misposition defects. For instance, we note stuck-on/stuck-off
at the device level, which may manifest as stuck-at or even a change in the logic function at the
logic level [20,29].
Electronics 2019, 8, 851 15 of 18
2. Producing a good electrical contact between CNTs and metal electrodes can be problematic,
because they tend to create Schottky barriers. Although electrical contacts also remain an
important issue in graphene circuits, GNR metal–semiconducting junctions can be patterned
together into all-graphene circuits (see Figure 2), avoiding metallic contacts to some extent.
Moreover, GNR–CNT junctions are possible, as shown in Figure 3. Poor contacts in CNT circuits
provoke an increase of the device resistance. They can be modelled with the delay fault model [20].
Defective metallic contacts in GNR circuits are also modelled with the delay fault model (see
Figure 5 and Table 1).
Other causes and mechanisms in CNT FET circuits are as follows:
3. Manufacturing variations, which affect some parameters of the CNT FET. Variations in the
dimensions of the devices (CNT diameter, length, and oxide thickness) can modify the channel
resistance and the threshold voltage of the transistor. This degrades the circuit speed. Thus, the
delay fault model is proposed. As we have seen in Section 5, manufacturing variations are a
critical issue in GNR FETs, especially ribbon width variation.
4. The break probability in CNT is very low, due to its high flexibility and fracture strain. Nevertheless,
some research papers have studied the fracture mechanism in small diameter (less than 5
angströms) CNTs due to deformation and bending [43]. Related fault models have been identified
in [20]. The fracture of CNT provokes the opening of the CNT FET channel and can be modelled
with the stuck-off fault model at the device level. This may manifest as stuck-at or high impedance
(open) at the logic level. About GNR, extremely high Young’s modulus and excellent flexibility
has been demonstrated [44]. Although the fracture process is similar to that occurred in carbon
nanotube, the width of the GNR was found to have a slight effect on the fracture point. On the
other hand, graphene wire degradation with time has been observed [39]. Under constant current,
wire conductivity degrades linearly with time, similar to CNTs. This can be modelled with delay,
stuck-at, or high impedance at the logic level, as shown in Section 5.4.
In summary, the principal challenge in GNR FET circuits is the opening bandgap. This can
reduce the mobility and strongly affects circuit speed. Thus, the delay fault model is of paramount
importance, as shown in Table 1 and Figure 5. CNT FETs do not have the bandgap issue, nor the edge
roughness defect. Fault models in CNT circuits are more balanced between the timing and the value
degradation [20].
6.2. Comparison with NWs
Some typical fault causes and mechanisms in NW devices and circuits are as follows: (1) nanowire
defects (broken wires, poor contacts, doping variation); (2) cross-point defects in programmable logic
array (PLA) architectures; and (3) bridging of adjacent nanowires [19]. They manifest as stuck-on,
stuck-off, and delay at the device (transistor and diode) level. The propagation to the higher (logic)
level leads to a set of fault models similar to those of the CNT circuits. Stuck-at, high impedance,
complementary value, and delay have been identified as fault models at the logic level. The similarity with
CNT comes from comparable fault mechanisms and the 1D structure of both CNT and NW devices. In
fact, cross-point defects have also been shown in CNT non-volatile RAM [20].
To end this section, Table 2 summarizes the more relevant fault causes, mechanisms, and models
of the three devices.
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Table 2. Fault causes, mechanisms, and models of GNR, CNT and NW logic circuits.
GNR CNT NW



































Notice that fault models are “classic” ones, and in some cases, they are coincident (especially
between CNT and NW). This is due to the fact that, as mentioned previously, all devices have a
conventional MOSFET-like structure and the logic state variable is based on electronic charge.
7. Conclusions
Graphene nanoribbon (GNR) FET is a promising technology to design emerging research logic
circuits, due to its outstanding potential speed and power properties. Nevertheless, logic circuits
are a big challenge in the applications of graphene technology, due to the opening bandgap issue.
Moreover, reliability is an issue of growing importance in novel nanotechnology devices. This work
presents a study of fault causes, mechanisms, and models at the device level, as well as their impact
on logic circuits based on GNR FETs. From a literature review of fault causes and mechanisms, fault
propagation was analyzed, and fault models were derived for device and logic circuit levels. Proposed
fault models are simple and easy to implement in HDL languages. These fault models were compared
with those of other emerging nanodevices, namely, carbon nanotube FETs and nanowire FETs. In this
way, different mechanisms and models were identified.
This work may be useful for fault prevention in the design process of graphene nanodevices.
In addition, it can help to evaluate defect- and fault-tolerant nanoarchitectures based on graphene.
Injection of the fault models can be a powerful technique for evaluation at a manageable cost.
For future work, some extensions can be suggested: (1) a deeper study of the use of GNR FETs to
design logic circuits; (2) a wider study of aging (wear out) and transient faults, as there is no substantial
research on the impact of degradation on devices at circuit operation speed; and (3) the design and
evaluation of defect- and fault-tolerant nanoarchitectures based on graphene devices.
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