Abstract
Introduction
In an increasingly digitized economy, organizational decision-makers are more and more confronted with the pervasiveness of IT. Investments in IT form a large portion of total investments for many contemporary organizations. For this reason, a focus on the governance and management of IT is warranted, to ensure that the current and future investments in IT are in line with business needs, and all of this at a level of IT-related risk that is appropriate for the organization [1] .
Academic research has provided answers on how organizations can implement IT governance. The stateof-the-art view in academia is that IT governance should be implemented as a holistic set of structures, processes, and relational mechanisms [1] - [7] . From the practitioner area, guidance has also surfaced. The leading practitioner framework for the governance and management of enterprise IT is developed by ISACA.
The framework is called COBIT (Control Objectives for Information and Related Technologies), and is currently in its fifth edition (www.isaca.org/COBIT).
In the realm of shared understanding between different types of stakeholders in an organization, the question can be asked whether these different stakeholders evaluate the implementation level of the governance and management of IT mechanisms in a similar fashion. Higher levels of shared understanding in this area imply that the key stakeholders in the firm have a great degree of synergy when it comes to their understanding of the implementation of a suitable IT governance framework. This in turn can help organizations to realize the benefits of IT governance in a more consistent way with the desired business goals. This paper sets out to research the effect of functional role on the perceived IT governance implementation level by focusing on three relevant stakeholder groups in the area of IT governance: (1) business, (2) IT, and (3) audit, risk, and compliance. Thus, the level of granularity of analysis in this paper is limited to these three different groups as collectives (i.e. business functional units are not further separated during analysis). Therefore, this paper puts forward the following research question: "How do (1) business, (2) 
IT, and (3) audit, risk, and compliance stakeholders evaluate the implementation level of IT governance mechanisms?"
The results of this analysis will then provide insights in the state of shared understanding between these three relevant stakeholder groups in the area of enterprise governance and management of IT, and specifically in perceptions regarding the state of IT governance implementation. This research can be seen as a first step in the quest through the puzzle of shared understanding about enterprise governance and management of IT.
Also, while most of the traditional strategic alignment literature mainly includes IT and business functions, we incorporate the audit, risk, and compliance function to shed more enriched insights on the discussion of shared understanding in IT governance implementation.
Theoretical background

Social alignment and the need for shared understanding
Following Henderson & Venkatraman [8] , the alignment between business and IT is seen as the continuous process of aligning four components: business strategy, IT strategy, organizational infrastructure and processes, and IT infrastructure and processes. Later, authors referred to this view on alignment as the "intellectual dimension" of business/IT alignment [9] . Next to this "intellectual dimension", it is acknowledged that there also should be a shared understanding among internal stakeholders about these four components that need to be aligned, which was then referred to as the "social dimension" of business/IT alignment [9] . Building on these ideas, scholars then found shared understanding between business and IT executives to be a key antecedent of strategic alignment [10] . This shared understanding was found to be influenced by a shared language and shared domain knowledge between business and IT. When business and IT executives communicate in formal organizational structures (e.g. IT governance structural mechanisms), the shared understanding between them will increase, ultimately leading to more effective IT governance [10] , [11] . Shared understanding between business and IT is therefore important to achieve, as it helps IT people to see how IT is applicable to solve business problems [9] , [12] , [13] . In this paper, we propose to extend this logic to shared understanding about the governance and management of IT. By doing so, we examine how the existing knowledge of three stakeholder groups (i.e. business; IT; and audit, risk, and compliance) regarding IT practices can foster or impede IT governance implementation.
IT governance and the COBIT 5 framework
Enterprise governance of IT (EGIT), or mainly referred to as 'IT governance' is an integral part of corporate governance, with a focus on IT-related (digital) assets [3] . The primary focus of IT governance is to establish structures, processes, and relational mechanisms to govern IT assets, thereby achieving strong business/IT alignment, and ultimately improving the return on ITenabled investments [1] Over the past two decades, scholars have examined how organizations can implement IT governance (e.g. [2] - [7] ) and how the governance of IT can improve firm performance (e.g. [15] - [17] ). However, successful implementation of IT governance is complex and warrants robust guidelines that can help firms in developing effective and efficient structures, processes, and relational mechanisms to govern IT. In this context, extant literature has shown a significant role of best practice-based IT governance frameworks and standards in implementing effective IT governance practices [18] . In the practitioner area, undoubtedly the most extensive framework that can be used as a toolkit for enterprise governance and management of IT is Control Objectives in Information and Related Technologies (COBIT), developed by ISACA [19] . This framework is currently in its fifth edition and is centered around seven enablers for the governance and management of IT, which are interconnected, and should all be considered when implementing IT governance. Enablers in COBIT 5 are defined as: " […] factors that, individually and collectively, influence whether something will work -in this case, governance and management of enterprise IT" [19] . The following seven enablers are part of COBIT 5: Principles, policies and frameworks (eg. acceptable use policies); processes (eg. portfolio management); organizational structures (eg. IT steering committees); culture, ethics and behavior (eg. tone at the top); information (eg. quality of the IT strategy document); services, infrastructure and applications (eg. tools to support the project management process); and people, skills and competencies (eg. skill set of the CIO) 1 .
This research first analyses the seven enablers in general, after which it focuses on the process enabler 2 , as this enabler guide is currently fully developed as part of the COBIT 5 product suite (as the result of a long history of COBIT processes development). COBIT identifies 37 processes spread over one governance and four management domains. The governance domain covers processes that are the board's responsibilities in IT (e.g. risk appetite). In the management area, four domains of processes are defined: Align, Plan, Organise (APO), Build, Acquire and Implement (BAI), Deliver, Service and Support (DSS) and Monitor, Evaluate and Assess (MEA).
Prior academic research also indicates that processes are the most important IT governance mechanisms, as well as perceived to be the most difficult to implement [2] .
As these processes prove difficult to implement, it might also be that there are differences in the perceptions that different stakeholder groups have on their implementation level.
Conceptual model
Research on shared understanding has remained almost entirely in the area of business/IT alignment. However, we propose that shared understanding should also be achieved in the area of IT governance, which is seen as a critical antecedent for achieving business/IT alignment [1] , [15] . Therefore, the aim of this paper at the conceptual level is to analyze the effect of functional role on perceived IT governance implementation level. This dependent construct is operationalized through COBIT 5 (i.e. the enablers in the first stage of the research and the process domains in the second stage of the research). The independent (grouping) variable is operationalized by means of a categorical variable with the following three categories, which each represent a relevant stakeholder group in the area of enterprise governance and management of IT: (1) business, (2) IT, and (3) audit, risk, and compliance. The conceptual model and operationalization driving this research is presented by means of Figure 1 .
limitations, as presenting and discussing the results at the level of the 37 individual COBIT 5 processes was not deemed feasible in the realm of this proceedings paper. The dataset for this research project was collected through an online survey between 24 th of July and 1 st of September, 2014. Business, IT, and audit representatives were solicited through local ISACA chapters. All descriptions provided in the survey were based on COBIT 5, but expressed in a way that prior knowledge of COBIT 5 was not required. The online survey captured, among other things, the respondents' perceived assessment of the implementation status of the seven COBIT 5 enablers and the 37 COBIT 5 processes. In total 896 respondents completed the survey, of which 881 were accepted as complete responses for the final analysis.
Over the following tables, we present some sample demographics. Table 1 presents the distribution of the respondent functional role in the sample, which is the independent variable (or grouping variable) in this analysis. Table 2 presents the distribution of firm size in the sample. Table 3 shows the distribution of geographical location of the firms in the sample. Finally, Table 4 shows the distribution of IT strategic role in the sample. This classification is based on the firm industry, and is in line with [20] . Automate industries replace human labor by automating business processes (e.g. metal manufacturing), informate industries provide data/information to empower management and employees (e.g. food services), and transform industries fundamentally alter traditional ways of doing business by redefining business processes and relationships (e.g. airlines). In summary, the sample provides a good balance in terms of firm size, geographic location of the firm, and firm IT strategic role. 
Statistical approach
The research goal of this paper points in the direction of comparing central tendency over the three respondent groups. One-way ANOVA is a statistical test that is used to determine whether group means are different in the population. The one-way ANOVA tests the following null hypothesis: H0: all group population means are equal (i.e. in our case, µ1 = µ2 = µ3). Accordingly, the alternative hypothesis is: HA: at least one group population mean is different (i.e., they are not all equal).
One of the assumptions of one-way ANOVA is that the dependent variable should be continuous. However, it is common practice to treat ordinal data like ours as continuous, since the scale (i.e. 5-point ordinal from 'not implemented' to 'fully implemented') was constructed to be equidistant. The one-way ANOVA is referred to as an omnibus test, because it does not go into specifics about where the differences between groups lie. To find out which combination of two groups have a significant difference, pairwise comparisons are used (i.e. a comparison between two separate groups). Common post hoc tests test for all possible combinations of these pairwise comparisons. In this paper, Tukey's HSD post hoc tests are used when equality of variances is established, and Games-Howell post hoc tests are used when equality of variances is not established.
Results
COBIT 5 enablers
4.1.1. Descriptives Table 5 presents descriptive statistics for the seven COBIT 5 enablers over the three functional roles. 
One-way ANOVA
First, we test the null hypothesis of equal perceived implementation level between the three stakeholder groups at the level of the seven COBIT 5 enablers. The results of this one-way ANOVA analysis are displayed in Table 6 . The Levene test for homogeneity of variances was significant for the information enabler (p=0.024) and the people, skills and competencies enabler (p=0.007). This means that for these enablers, a robust test of equality of means was used (i.e.
Welch). These robust results are displayed in Table 7 . For both tables, significant results are shaded grey. Out of the seven enablers, we find a significant difference for four enablers. This indicates a considerable difference in the perceived level of shared understanding among the three stakeholder groups. A pairwise comparison was conducted to provide more insights on the perceived differences on the implementation of these four enablers. 
Pairwise multiple comparisons
The pairwise multiple comparisons for the COBIT 5 enablers that returned a significant result on the one-way ANOVA are displayed in the following tables (Table 8 to 11). As the Levene test for homogeneity of variances was significant for the information enabler and the people, skills and competencies enabler, Games-Howell post hoc tests were used for these two enablers. Significant results are shaded grey. The pairwise comparisons reveal that the ARC and IT group differ significantly in the assessment of the implementation of these four key enablers. 
One-way ANOVA
In this second stage, we test the null hypothesis of equal perceived implementation level between the three stakeholder groups at the level of the five COBIT 5 process domains. These results are displayed in Table 11 . Significant results are shaded grey. As the Levene test for homogeneity of variances was insignificant for all process domains, robust tests of equality of means are not used in this stage. 
Pairwise multiple comparisons
The pairwise multiple comparisons for the COBIT 5 process domains that returned a significant result on the one-way ANOVA are displayed in the following tables (Table 12 to 15). As the Levene test for homogeneity of variances was insignificant for all process domains, all post hoc tests are based on Tukey's HSD. Significant results are shaded grey. Consistent with the enabler results, these pairwise comparisons also suggest that the IT and ARC group differ significantly when assessing the implementation level of these four process enabler domains. 
Discussion
In the first stage of this research, we tested for the influence of functional role on the perceived implementation level of the seven COBIT 5 enablers. We found that four out of seven enablers showed significant differences in mean perceived implementation score. Post hoc tests revealed that 3 Significance of 0.000 means < 0.0005 differences existed for each of these four enablers between (1) the IT stakeholders and (2) the audit, risk, and compliance stakeholders. It appears that the IT stakeholders significantly perceive the implementation level of these four enablers to be lower compared to the audit, risk, and compliance stakeholders. The plausible explanation can be attributed to the fact that the significantly different assessed enablers cover a broad scope and concepts. For instance, the culture, ethics and behavior enabler can constitute a very distinct set of norms from the point of view of the IT stakeholders when compared to the ARC group. Moreover, such an enabler is always challenging to comprehend, codify, and communicate seamlessly across different stakeholders, who represent different cognitive skills and functional competencies. In this view, the IT group might have a high perceived understanding about the desirable behavior in the use and functionality of IT systems; however, their understanding might be limited on the topic of the compliance and regulatory issues. To this end, the ARC group is more accustomed to such issues and topics. Such plausibility can also be observed for (1) the principles, policies and frameworks, and (2) information enablers. Interestingly, we do not find any significant difference among the three groups on the assessment of enablers like (1) organizational structures and (2) services, infrastructure and applications. This outcome further reinforces the observation that enablers, which are more perceptible, have a very robust shared understanding among the three groups.
In the second stage of this research, we tested for the influence of functional role on the perceived implementation level of the five COBIT 5 process domains. We found that four out of five process domains showed significant differences in mean perceived implementation score. Entirely in line with the overall enabler results, post hoc tests revealed that differences existed for each of these four process domains between (1) IT stakeholders and (2) audit, risk, and compliance stakeholders only. In these cases, the IT stakeholders also significantly perceived the implementation level of these four process domains to be lower compared to the audit, risk, and compliance stakeholders. To this end, it is essential to acknowledge that the IT governance framework employed in this study, COBIT, has stronger historical linkage to the audit and control area. Moreover, the process enabler is the most advanced and well documented enabler in COBIT 5, which was rigorously used for IT audit assignments for many Page 4928 years. In this view, the ARC can be argued to have sound background when assessing the process enabler, compared to a more limited background of the IT and business functions. This actually provides the ARC function somewhat of an upper hand in understanding the process enabler (and perhaps the overall COBIT framework) better than IT and business functions. Although, the latest edition of COBIT, COBIT 5, has a holistic approach by accommodating several best practices, standards, and frameworks; yet, business and IT functions warrant some 'sufficient time' for so called social alignment of IT governance.
Furthermore, business should be in the drivers' seat when it comes to enterprise governance and management of IT. They are the ones that should take up accountability, as business value from IT investments can only be created at the business side [1] . The audit, risk, and compliance stakeholders are the ones that are auditing these governance and management processes. In a way, it would not be surprising to find that these stakeholders would value the implementation status to be lower than the other stakeholders, due to their critical nature. Nevertheless, our results indicate that the IT stakeholders systematically and significantly value the implementation status of the COBIT 5 enablers and process domains to be lower than the audit, risk, and compliance stakeholders.
Conclusions
This paper provided exploratory insights in the effect of functional role on perceived IT governance implementation status. It did so by examining the perceptions of three different stakeholder groups (i.e.
(1) business, (2) IT, and (3) audit, risk, and compliance) on the implementation status of the COBIT 5 enablers and the COBIT 5 process domains. This way, we aimed to better understand the "what" of shared understanding between these three stakeholder groups in the realm of enterprise governance and management of IT.
Following our results, we conclude that there is a lack of shared understanding about the implementation level of IT governance, especially between the IT and the ARC stakeholders. For the COBIT 5 enablers as well as the COBIT 5 process domains, the IT stakeholders significantly perceived the implementation status to be lower compared to the audit, risk, and compliance stakeholders.
Implications (for theory and practice)
From an academic point of view, this study shed an exploratory light on the issue of shared understanding between three relevant internal stakeholder groups in the area of enterprise governance and management of IT. Seeing that significant differences in perceptions were found, future research into the what, how, and why of perception differences in IT governance implementation status between different internal stakeholder groups is needed.
For practice, this study indicates that shared understanding between different internal stakeholders can be improved, especially between (1) IT and (2) audit, risk, and compliance stakeholders. Organizations can determine what their specific situation is regarding these issues, and take action to improve the situation when deemed necessary for their organization. Similar to the process enabler, which is already well-documented, this study warrants a more extensive publication of the other COBIT 5 enablers. This can indeed enhance the shared understanding of various stakeholders by providing more robust set of reference documents.
Limitations and opportunities for future research
A first clear limitation is that this study makes use of perception data. Therefore, this study provides no insight in the real situation of the IT governance implementation level, and which stakeholder groups are better at identifying the real status. Second, we have a relatively smaller representation of the business function in our sample. Acknowledging that a balanced sample (in terms of stakeholder groups) maximizes the power of the post hoc tests, we acknowledge that in our study the power of comparing the business group to IT or ARC is lower than when we compare IT to ARC. Lastly, this study only sheds light on the "what". It would be very interesting to study the "how" and "why" more in-depth, e.g. through case studies. This way, the dynamics leading to shared understanding in the area of enterprise governance and management of IT could also be studied.
