With the widely applied of LBS (Location Based Service), a high standard of indoor positioning technology is required. Among them, WiFi fingerprint positioning is the most popular way. In this paper, we proposed a new CNN (convolutional neural network)-based architecture for WiFi fingerprint positioning. Experimental results show that our CNN-based architecture performs better on the public datasets than traditional machine learning methods.
Introduction
With the development of wireless networks and mobile intelligent terminals, LBS (Location Based Service), who refers to providing the corresponding service to the user according to the user's current location information, has played an important role in many fields. Among them, shop location is a significant research direction. In addition to providing the shop where user is located, shop location open up virtual network life and real life, extending from online to offline, helping advertisers to achieve the goal of precision marketing.
The wide application of shop location requires a high standard of indoor positioning technology. According to different positioning environments, the positioning system can usually be divided into outdoor positioning and indoor positioning. In the open outdoor environment, GPS (Global Positioning System) and A-GPS (Assisted Global Positioning System) can meet most of the positioning requirements. However, in an indoor environment, existing outdoor positioning systems are no longer applicable due to blockage of buildings and multi-path propagation of wireless signals. Therefore, research into high accuracy positioning technology has gradually transferred from the outdoors to indoor [1] .
Related Work
Indoor positioning technology can be mainly divided into two categories: Methods based on 2D model and Methods based on 3D model [2] . Bluetooth, ZigBee and WiFi are used for indoor positioning based on 2D model, while Infrared, ultra-wideband and ultrasonic are used for indoor positioning based on 3D model. Compared with 3D-based model technology, the hardware used in 2D-based model is much cheaper. Therefore, 2D-based model technology is widely used around the world. Among them, the WiFi positioning technology is one of the most popular positioning technologies in 2D-based model, because it only uses existing network infrastructure and mobile terminals, and can provide more accurate indoor location information in real time.
So far, there are two types of WiFi positioning technology: Methods based on propagation model [3] and Methods based on fingerprint [4] .
Method based on Propagation Model
Methods based on propagation model is to map the RSS (Received Signal Strength) to the distance corresponding to the AP (Access Point), according to the propagation model. If there are more than three AP distance to known location in a two-dimensional plane, the location of the user can be estimated by the trilateration principle. However, in the indoor environment, due to the multipath phenomenon of wireless propagation, RSS may not monotonously decrease as the propagation distance increases, for this reason, the positioning accuracy of this methods is limited.
Method based on Fingerprint
Method based on fingerprint, as shown in Figure 1 (which is based on the Figure 1 in reference [5] ), is mainly divided into two phases: offline phase and online phase. In the offline phase, it will collect RSS of different APs at same RP (Reference Point) and build a fingerprint database. In the offline phase, the real-time RSS measured by the mobile terminal is matched with the fingerprint database and to calculate the positioning result. Since the RSS sample of the fingerprint database is obtained in the actual environment, the positioning accuracy of this method is significantly higher than the methods based on propagation model. With the development of machine learning, more and more machine learning algorithms are applied to the WiFi fingerprint positioning technology. In this method, it mainly extract the mapping relationship between the RSS and location by mining the RSS model in the fingerprint database.
Bahl [6] proposed positioning method using KNN (K-nearest neighbor) algorithm, and matched each of the RSS collected in the online phase with the fingerprint database. Lionel [7] proposed positioning method using WKNN(Weighted K-nearest neighbor) on the basis of the KNN algorithm, in this method, we can get a weighted distance between RSS and location, and the weights are assigned by the Euclidean distance in the signal space between reference point and test point. Beomju [8] proposed positioning method using EWKNN (Enhanced weighted K-nearest neighbor) algorithm to solve the problem that the actual distance is far from the specified point. This method sets an initial threshold, dynamically selects the k value, and improves the positioning accuracy. Wang [9] proposed the positioning method using DBN (Deep Belief Networks), which applied the deep learning algorithm to fingerprint positioning for the first time. However, the inappropriate parameter selection of DBN will lead to learning convergence to local optimal solution and the learning speed of DBN is very slow. CNN (Convolutional neural network) uses receptive field and weight sharing to reduce the number of neural network's parameters and the complexity of neural network. Therefore, in this paper, we propose a CNN-based WiFi fingerprint positioning model.
WiFi Fingerprint Positioning using Convolutional Neural Network
The CNN-based architecture, shown in Figure 2 , is a slight variant of CNN architecture of reference [10] . Each WiFi scan contains the RSS of APs available in its vicinity, but only a subset of the total AP is observed. Drawing on the idea of text classification, we treat an AP and RSS pairs as a , the convolution kernel will over the windows of h WiFi-words to extract features. For example, a feature is generated from a window of WiFi-word by (2) Among them, is a bias and is a non-linear function. This convolution kernel convert each window of WiFi-words , ,…, } to produce a feature map (3) Then, we apply a max-over-time pooling operation to the feature map and choose the maximum value as the final feature value for this particular filter. This max-over-time pooling operation has two advantages, on the one hand, it will capture the most significant feature for each feature map, on the other hand, it will deal with variable sentence lengths.
The model uses multiple convolution kernels of different window sizes to obtain multiple features. These features output the probability of each category via a fully connect layer with dropout and sofemax.
Experimental Result Dataset
In order to evaluate proposed algorithms and compare with methods proposed by other researchers, we use the dataset of BDCI 2017 Task1: Accurately locate the user's shop in the mall [11] which is made publicly available. This dataset consists of 1138015 training data and 483931 testing data which. The target of this competition is to accurately locate the user's current shop.
Each sample in the dataset contains 5 attributes, we aim to use the wifi-infos attribute, and it is the measured surrounding WiFi environment. This attribute is a common-separated WiFi list, for each data, it includes three items: bssid, sinal and flag. Among them, bssid is the unique identifier of APs, signal is the received signal strength of APs and flag indicates whether WiFi is connected. The signal strengths vary from -104 dBm in a case of poor reception to almost 0 dBm. The remaining 4 attributes contain information about longitude and latitude of measurement, user ID and timestamp of measurement.
The public version of this dataset doesn't contain the testing data label. Therefore, we decided to randomly divide training data, 80 percent as training data and 20 percent as testing data.
Preprocessing
In order to achieve good classification effect, we need to preprocess the WiFi scan. The original WiFi scan and preprocessed WiFi scan as shown in Figure 3 . We sort each AP and RSS pairs in descending order according to the RSS value, and each AP and RSS pairs are separated by semicolons and consider as a WiFi-word. 
Evaluation
We validate the CNN-based architecture on the preprocessed dataset and compare it with other architecture in Table 1 . In the CNN-based architecture, we have tried different dimension WiFi-word vector. On other parameters, we use rectified linear units, filter windows of 3, 4, 5 with 32 feature maps each, dropout rate of 0.5 and batch size of 128. Training is done through stochastic gradient descent over shuffled batches with Adam optimizer. The last last three model are KNN with different k value, we can see the k value of 10 has the best result, but both of KNN model is not better than the CNN-based architecture. This proves that the CNN-based architecure learns a simplified representation of input information which enables the architecture to achieve better results than other architecture.
Finally, the architecture with the best precision, WiFi-word dimension of 50, was performed on the testing data yielding 90.83% correct positioning. The best result of KNN, k of 5, was performed on the testing data only 86.12% correct positioning.
Comparing to the results during this competition, the champion team achieved results of 93.44% correct positioning in the original testing dataset, but the label of original testing dataset was not available to the authors of the article. Moreover, the competition team also used other attributes than wifi-infos to improve correct positioning.
Conclusion
Applying convolutional neural network to WiFi fingerprint positioning on the publicly available dataset with the accuracy that is better than traditional machine learning approaches is needed.
The future work will focus on using other deep neural network, such as RNN [12] , in WiFi fingerprint positioning, and we can also pre-trained a word2vec model to initialize word vectors refers to Google's word2vec model that were trained on 100 billion words.
