Two protocols of quantum key agreement (QKA) that solely use Bell state and Bell measurement, are proposed. The rst protocol of QKA proposed here is designed for two-party QKA, whereas the second protocol is designed for multi-party QKA [1] . The proposed protocols are also generalized to implement QKA using a set of multi-partite entangled states (e.g., 4-qubit cluster state and Ω state etc.). It is also be interesting to note that these protocols of QKA are similar to quantum string bit generation (multi-bit generalization of quantum string coin ipping (QSCF) [2]) and we investigate the comparision between proposed QKA and QSCF and especially with classical protocols which are secure with respect to some specic conditions. Security of the proposed protocols arises from the monogamy of entanglement [3], [4]. This is in contrast to the existing protocols of QKA where security arises from the use of non-orthogonal state (non-commutativity principle) [5] . On the other hand, the security of proposed QKA depends on the reliability of the random number generators (QRNG) of each party. QKA guarantees a random bit string even if one of the participants has a reliable QRNG. It oers the promise that in the device independent version, QKA may allow Alice and Bob to share a secure key under noisier conditions than QKD, because the burden of randomness is now shared between both parties. Eciency of the proposed QKA protocols are also ananlysed. Further, it is shown that all the quantum systems that are useful for implementation of quantum dialogue (QD) and most of the protocols of secure direct quantum communication can be modied to implement protocols of QKA.
