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APLICACIÓN: Es un tipo de programa informático diseñado como herramienta 
para permitir a un usuario realizar uno o diversos tipos de trabajos. 
 
APRENDIZAJE: Adquisición del conocimiento de algo por medio del estudio, el 
ejercicio o la experiencia, en especial de los conocimientos necesarios para 
aprender algún arte u oficio. 
 
BACKUP: En tecnologías de la información e informática es una copia de los 
datos originales que se realiza con el fin de disponer de un medio de recuperarlos 
en caso de su pérdida. 
 
BASE DE DATOS: es un conjunto de datos pertenecientes a un mismo contexto y 
almacenados sistemáticamente para su posterior uso. 
 
CATÁLOGO DE RECUPERACIÒN: Es un componente opcional que almacena la 
ubicación de los metadatos de RMAN. 
 
COMANDO: Es una instrucción u orden que el usuario proporciona a un sistema 
informático. 
 
CONTROL FILE: Contienen datos sobre la propia base de datos (es decir, la 
información de la estructura física de la base de datos). Estos archivos son 
esenciales para la base de datos. Sin ellos, no puede abrir los Data File para 
acceder a los datos en la base de datos. También puede contener los metadatos 
relacionado con los BACKUPS. 
 
CUADERNIA: Es un programa educativo muy útil como herramienta didáctica 
para el profesor. Se puede introducir diverso material como vídeos, actividades, 
fotos, imágenes, etc. Esto puede ser muy útil ya que puede complementarse como 





DATA FILE: Contienen los datos de los usuarios o aplicaciones de la base de 
datos, así como los metadatos y el diccionario de datos. 
 
FRA: Área de Recuperación Rápida (FRA): Es un área de almacenamiento 
(directorio en el disco o ASM diskgroup) que contiene los Redo Logs, Control File, 
Archived Logs y BACKUPS. 
 
HERRAMIENTAS WEB 2.0: comprende aquellos sitios web que facilitan el 
compartir información, la interoperabilidad, el diseño centrado en el usuario y la 
colaboración en la World Wide Web. Un sitio Web 2.0 permite a los usuarios 
interactuar y colaborar entre sí como creadores de contenido generado por 
usuarios en una comunidad virtual. 
 
ORACLE: Es básicamente una herramienta cliente/servidor para la gestión de 
Bases de Datos. 
 
RMAN: Es una copia de seguridad y gestor de recuperación suministrado para 
bases de datos Oracle (desde la versión 8) creados por la Oracle Corporation. 
 
REDO LOG FILE: Permitir, por ejemplo, la recuperación de la base de datos. Si el 
servidor de base de datos sufre un accidente y si se pierde cualquier data file, la 
instancia de la base de datos se puede recuperar con la información de estos 
archivos. 
 
SQL: Es un tipo de lenguaje vinculado con la gestión de bases de datos de 
carácter relacional que permite la especificación de distintas clases de 
operaciones entre éstas. 
 
SGA: Se puede llamar Shared global área. Se podría definir como una serie de 
buffers en memoria residente, a través de la cual todas las transacciones y el 
almacenamiento de dato fluyen. El SGA es localizado en memoria al iniciarse una 
instancia y desaparece al bajarla. Su tamaño no puede ser cambiado, pero si 
puede ser visto con el comando "SHOW SGA" en el SQL*DBA. Su longitud está 





SOFTWARE: Conjunto de programas y rutinas que permiten a la computadora 
realizar determinadas tareas. 
 
TABLESPACE: Un tablespace es una unidad lógica de almacenamiento dentro de 
una base de datos ORACLE. 
 
TARGET: Es el repositorio o base de datos a la que se le realiza BACKUP. 
 
TUTOR INTELIGENTE: Un sistema tutor inteligente actúa como un tutor particular 
del estudiante, por lo que debe poseer libertad para actuar de acuerdo a las 


























El presente trabajo tuvo como propósito diseñar un tutor el cual permitirá a los 
estudiantes del diplomado de ORACLE 11g  mejorar  la la compresión y la 
asimilación de la información del tema RMAN (Recovery Manager) ya que este 
servirá como apoyo al proceso de enseñanza aprendizaje de los estudiantes de 
este diplomado.  
 
Gracias a esto  se mejorara el aprendizaje autónomo y asincrónico fuera del aula 
por parte de los estudiantes soportando así una dinámica de aprendizaje 
significativo a partir del diseño de este tutor de aprendizaje en el marco de la 
tutoría inteligente. 
 
Con el diseño de este tutor se desea brindar un apoyo a los estudiantes de 
diplomado de Oracle 11g, el cual permitirá mejorar la compresión de los temas 
sobre RMAN por parte de los estudiantes de una manera más didáctica. Esto 
generara que los estudiantes tengan una nueva forma de ver el material de 












Teniendo en cuenta los inconvenientes de los estudiantes en la compresión y la 
asimilación de la información del tema RMAN (Recovery Manager) del diplomado 
ORACLE 11g por parte de los estudiantes para lograr las certificaciones ofrecidas 
por ORACLE. Con base en esto se diseñara un tutor que servirá como apoyo al 
proceso de enseñanza aprendizaje de los estudiantes de este diplomado en el 
contexto de la herramienta RMAN (Recovery Manager), el cual brindara un apoyo 
























DISEÑO DE UN TUTOR PARA GENERAR COPIAS DE SEGURIDAD Y 
POLITICAS DE BACKUP Y RECUPERACION RMAN (RECOVERY MANAGER) 
1.3. LINEA DE INVESTIGACION 
 
Ingeniería de software (Software Educativo) 
1.4. TEMA 
 
Diseñar un tutor para generar copias de seguridad, y políticas de backup y 




















1.5. PLANTEAMIENTO DEL PROBLEMA 
 
1.5.1. Descripción Del Problema 
 
Dificulta en la compresión y la asimilación de la información del tema RMAN 
(Recovery Manager) del diplomado Oracle por parte de los estudiantes para lograr 
las certificaciones ofrecidas por Oracle. Con base en esto se diseñara un tutor que 
servirá como apoyo al proceso de enseñanza y aprendizaje de los estudiantes de 
este diplomado en el contexto de la herramienta RMAN (Recovery Manager). 
 
1.5.2.  Formulación Del Problema 
 
¿Cómo diseñar un tutor de apoyo al proceso de aprendizaje de la información 






















1.6.1.  General 
 
Diseñar un tutor que  contribuya como material de apoyo al estudio de la temática 
de RMAN (Recovery Manager) del módulo Workshop I y II, del Diplomado 
ORACLE 11g. 
 
1.6.2.  Específicos 
 
1. Dar a conocer los diferentes tipos de comando y técnicas para realizar la 
configuración de las herramientas con las cuales se realiza  copias de 
seguridad y recuperación de bases de datos. 
 
2. Identificar los diferentes escenarios en donde las herramientas de 
recuperación podrá ayudar a solucionar problemas de perdida de información 
en las bases de dato Oracle. 
 
3. Caracterizar las formas de generación de copias de seguridad en una base de 
datos Oracle y construir a partir de esta caracterización un tutor que apoye el 
proceso de aprendizaje de RMAN (Recovery Manager) 
 
4. Contribuir con la construcción de herramientas de apoyo de aprendizaje 














 Diseñar un tutor como herramienta para el Diplomado de ORACLE 11g 
ofrecido por la Universidad Libre. 
 Diseñar material de índole lúdica para el desarrollo de prácticas al interior del 
diplomado ORACLE. 






Esta monografía se realiza con el fin de brindar un material de apoyo adicional en 
el desarrollo del Diplomado ORACLE 11g en la Universidad Libre, como respuesta 
a la dificulta de un aprendizaje autónomo y asincrónico fuera del aula por parte de 
los estudiantes de la temática RMAN (Recovery Manager) soportando así una 
dinámica de aprendizaje significativo a partir del diseño de un tutor de aprendizaje 















2. MARCO TEÓRICO 
 
 
2.1.  TIPO DE INVESTIGACIÓN 
 
El tipo de investigación que se va a aplicar en esta monografía es la investigación 
tecnológica aplicada la cual se centra en la planificación basada en los procesos 
de aplicación, más que en la tecnología misma, así, se centra en el análisis de la 
forma en que se han de usar los recursos tecnológicos para el cumplimiento de 
objetivos específicos, como es el caso del diseño de un tutor educativo que 
cumple con una tarea determinada. Es así como en el campo educativo, por 
ejemplo, la investigación no está centrada en el desarrollo específico de las 
tecnologías que median en el proceso educativo sino, en la forma en que estas 
pueden fortalecer los procesos de aprendizaje y los impactos que han de tener en 
los procesos de aprehensión del conocimiento. 
 
2.2. FUENTES DE INFORMACIÓN 
 
La principal fuente de información para la realización de esta monografía se 
obtendrá del material de estudio otorgado por ORACLE para el Diplomado de 
ORACLE 11g en la Universidad Libre. Estos se tomaran de las siguientes quías de 
estudios. 




Cuadernia es la apuesta de la Junta de Comunidades de Castilla-La Mancha para 
la creación y difusión de materiales educativos en la Región. Se trata de una 
herramienta fácil y funcional que nos permite crear de forma dinámica eBooks o 
libros digitales en forma de cuadernos compuestos por contenidos multimedia y 
actividades educativas para aprender jugando de forma muy visual. 
Se propone una interfaz muy sencilla de manejo, tanto para la creación de los 
cuadernos como para su visualización a través de Internet o desde casa. La 
apuesta es generar contenidos digitales de apoyo a la acción educativa en la 





pequeños a aprender jugando con toda la potencia que nos ofrecen las nuevas 
tecnologías e Internet. 
2.3.1. ¿Para qué sirve? 
 
Sirve para crear materiales educativos multimedia destinados al aprendizaje. Está 
orientado para que sea utilizada por profesores sin necesidad que tengas 
conocimientos de  informáticos. 
2.3.2. ¿Quién la creo y con qué objetivo? 
 
Se trata de un sistema basado en un desarrollo propio de Castilla-La Mancha, 
elaborado con tecnología propia, basada en la investigación de la Universidad de 
Castilla-La Mancha, empresas integradas en el Parque Científico y Tecnológico de 
Albacete y la Consejería de Educación y Ciencia, dentro de un proceso 
colaborativo para conseguir un sistema único, que no existía hasta ahora. En 
definitiva un sistema innovador y de futuro, de fácil manejo, accesible y adaptado a 
las necesidades didácticas que plantea el profesorado. Y disponible desde el 
Portal de Educación de la Consejería desde este mimo momento. 
2.3.3. ¿Qué es un editor de Cuadernia? 
 
Constituye el elemento clave del sistema junto con el sistema de repositorio de 
actividades. El proyecto se hace público liberando para su uso de la primera 
versión estable del editor de Cuadernia, que contará con distintas posibilidades de 
acceso. Podrá ser utilizado directamente desde el Portal de Educación sin 
necesidad de realizar ningún tipo de instalación en el equipo que acceda. Se 
podrá descargar para instalar en modo local en nuestro ordenador habitual de 
trabajo o bien se podrá montar sobre un sistema removible USB para poder usarlo 
en cualquier ordenador sin necesidad de instalación. 
 
2.4. HERRAMIENTAS DE AUTOR 
 
Una herramienta de autor es una aplicación que permite un trabajo multimedia y 
constructivista para generar un entorno de aprendizaje dinámico. Dentro de las 
funcionalidades que este tipo de herramientas presentan se puede destacar la 






Las herramientas de autor proveen generalmente módulos desde los cuales se 
pueden organizar actividades o se pueden interconectar pequeños componentes y 
se pueden adecuar a los objetivos, los conocimientos y habilidades que se busque 
desarrollar por parte del autor. 
Las herramientas más básicas son aquellas que solamente permiten un conjunto 
limitado de acciones para que el usuario interactúe con el sistema, como crear 




ORACLE es básicamente una herramienta cliente/servidor para la gestión de 
bases de datos. Es un manejador de base de datos relacional que hace uso de los 
recursos del sistema informático en todas las arquitecturas de hardware, para 
garantizar su aprovechamiento al máximo en ambientes cargados de información. 
Es el conjunto de datos que proporciona la capacidad de almacenar y acudir a 
estos de forma recurrente con un modelo definido como relacional. Es el mayor y 
más usado Sistema Manejador de Base de Dato Relacional (RDBMS) en el 
mundo. 
ORACLE corre en computadoras personales (PC), microcomputadoras, 
mainframes y computadoras con procesamiento paralelo masivo. Soporta unos 17 
idiomas, corre automáticamente en más de 80 arquitecturas de hardware y 
software distinto sin tener la necesidad de cambiar una sola línea de código. 
ORACLE es la mayor empresa independiente proveedora de software y servicios 
para el manejo de la información, con más de 16.000 profesionales del software 
trabajando en ello y operaciones en más de 90 países. 
Esta corporación de tres mil millones de dólares, con su casa matriz ubicada en 
Redwood Shores, California, es la compañía proveedora de software para manejo 





El manejador de Base de datos ORACLE, surgió a final de los años 70 y principio 
de los años 80. George Koch y su equipo de tropas de asalto de técnicos fue el 





evaluación de sistema de gestión de base de datos para una importante aplicación 
comercial que George estaba diseñando y construyendo. 
Cuando termino la evaluación fue descrita en Computer World como el estudio 




El poderoso modelo relacional ha evolucionado desde herramientas y los modelos 
de datos de redes. La mayor aceptación y uso de un modelo de datos es el 
modelo relacional que fue conocido en 1969 con la revisión hecha por IBM. 





2.5.3. Estructura Física Y Lógica 
 
Oracle requiere de varios archivos para su funcionamiento, los cuales conforman 
su estructura física, estos son almacenados en dispositivos como son cintas 
magnéticas, discos y otros. 
A la estructura lógica le corresponde un espacio en el sistema operativo por 
unidad, pero sus limitaciones son independientes de las localizaciones de espacio. 
 
2.5.4. Uso De Memoria 
 
El uso de memoria en el RDBMS ORACLE tiene como propósito lo siguiente: 
 Almacenar los códigos de los programas para empezar a ejecutarse. 
 Almacenar los datos necesarios durante la ejecución de un programa. 







2.5.5. Programas Y Archivos Que Compone ORACLE 
 
Un RDBMS (sistema manejador de bases de datos relacional) ORACLE está 
compuesto por tres partes principales, que son: 
1. El Kernel de Oracle 
2. Las instancias del Sistema de Base de Datos. 
3. Los Archivos relacionados al sistema de Base de Datos. 
 
2.5.6. Patrón De Consulta 
 
Una de las herramientas lógicas más poderosas de SQL es el reconocimiento de 
un patrón de consulta, instrumento éste que permite la búsqueda por nombre, 
dirección u otro dato parcialmente recordado. 
Para la definición del patrón de consulta existen dos tipos de caracteres 
especiales: 
% (signo de porcentaje) llamado comodín, representa cualquier cantidad de 
espacios o caracteres en esa posición. Significa que se admite cualquier cosa en 
su lugar: un carácter, cien caracteres o ningún carácter. 
_ (signo de subrayado) llamado marcador de posición, representa exactamente 
una posición e indica que puede existir cualquier carácter en esa posición. 
 
2.5.7. Agrupamiento De Datos 
 
SQL proporciona una forma eficiente para manejar la información con el 
agrupamiento de datos a través de la formación de grupos y las funciones 
correspondientes, dando la posibilidad de procesar no solo registros individuales 
como hemos hecho hasta ahora. También podemos agrupar registros por un 
criterio determinado, como por ejemplo, agrupar por clientes las ventas realizadas. 
Cada grupo tendrá como resultado de la consulta una fila resumen que contiene la 
información del grupo. 
Las funciones para el procesamiento de grupos son: 
COUNT(columna) Cantidad de registros en que la columna tiene valores no nulos. 





MIN(columna) Valor mínimo del grupo. 
MAX(columna) Valor máximo del grupo. 
SUM(columna) Suma los valores del grupo. 
AVG(columna) Calcula valor medio del grupo, sin considerar los valores nulos. 
 
2.5.8. Herramientas De Oracle 
 
SQLForms: Permite, de forma sencilla y eficiente, diseñar pantallas para el 
ingreso, modificaciones, bajas y consultas de registros. El usuario podrá trabajar 
con ella sin necesidad de generar códigos. 
SQL presenta como herramienta esencial SELECT, que permite seleccionar 
registros desde las tablas de la Base de Datos, obteniendo aquellos que cumplan 
las condiciones requeridas, mostrando el resultado en el orden deseado. 
FROM identifica la lista de tablas a consultar. 
WHERE decide los registros a seleccionar según las condiciones establecidas, 
limitando el número de registros que se muestran. 
ORDER BY indica el orden en que aparece el resultado de la consulta. 
 
2.5.9.  Índices 
 
El índice es un instrumento que aumenta la velocidad de respuesta de la consulta, 
mejorando su rendimiento y optimizando su resultado. El manejo de los índices en 
ORACLE se realiza de forma inteligente, donde el programador sólo crea los 




El disparador es un bloque de código que se activa cuando se pulsa una 
determinada tecla u ocurre cierto evento, como puede ser: 
 Mover el cursor hacia o desde un campo, registro, bloque o forma. 





 Validar un dato. 





Es aquella consulta que depende de otra, llamada principal, y se define como una 
sentencia SELECT que está incluida en la orden WHERE de la consulta principal. 
Una subconsulta puede tener hasta un máximo de 16 niveles. 
 
2.5.12. Familia De Base De Datos 
 
 Oracle Edición Estándar: Esta versión fue conocida como Servidor de 
grupos de trabajo (Workgroup). Este producto está considerado base de datos 
multiusuario pero con un número limitado de usuarios. 
 
 Oracle Edición Enterprise: Está dirigido a implementaciones a gran escala y 
funciona en más plataformas que la Estándar e incluye mejoras en el manejo 
de redes, administración, características de Data Warehousing. También tiene 
otras opciones para funciones especiales tales como integración con datos a 
sistemas de información geográfica, Sonido y Vídeo. 
 
 Personal Oracle: Esta versión es para un solo usuario y es usada 
normalmente por desarrolladores que trabajan individualmente en sus 
máquinas. Algunas compañías lo utilizar para aplicaciones móviles o donde 
requieren un sólo usuario. 
 
 Oracle Lite: Está diseñado para usuarios que utilizan dispositivos móviles 
inalámbricos. Este producto difiere de los demás porque no utiliza el mismo 
núcleo del resto de la familia. En lugar de ello Oracle desarrolló un nuevo 










- Puede ejecutarse en todas las plataformas. 
- Soporta todas las funciones que se esperan de un servidor, permite 
implementar diseños con triggers y procedimientos almacenados, con una 
integridad referencial declarativa bastante potente. 
- Permite el uso de particiones para la mejora de la eficiencia, de replicación 
e incluso ciertas versiones admiten la administración de bases de datos 
distribuidas. 
- El software del servidor puede ejecutarse en multitud de sistemas 
operativos. 
- Programación orientada a objetos. 
- Oracle es la base de datos con más orientación hacía INTERNET 
- Nos ofrece un rendimiento mucho mayor que cualquier otra plataforma de 
Base de Datos. 
- El 80% o más de los sitios Web en Internet tienen bases de datos Oracle 




- El mayor inconveniente es su precio. Incluso las licencias de Personal 
Oracle son excesivamente caras. Otro problema es la necesidad de ajustes. 
Un Oracle mal configurado puede ser desesperantemente lento. 
- Oracle V8, y sus modificaciones. 












3. INGENIERIA DEL PROYECTO 
 
 
3.1. TUTOR DE APRENDIZAJE RMAN 
 
Este tutorial de aprendizaje brindara un gran material de apoyo para los 
estudiantes del diplomado de administración ORACLE 11g, sobre todo lo que tiene 
que ver con la herramienta ORACLE Recovery Manager (RMAN) el cual brinda 
una estrategia de alta disponibilidad y recuperación de desastres por medio de 
copias de seguridad. Ya que ofrece una base completa para hacer copias de 
seguridad y recuperación de manera eficiente en las bases de datos ORACLE. 
Este tutor de aprendizaje se dividirá en dos secciones en la primera se 
encontraran la parte teórica de esta herramienta en donde podremos encontrar lo 
siguiente: 
 
3.1.1. Propósito De Los Backups y La Recuperación 
 
El propósito de los BACKUPS y la recuperación son los siguientes: 
 Protección de datos 
o Insuficiencia de medios 
o Errores del usuario 
o Errores de aplicación 
 La preservación de datos y retención histórica 
 La transferencia de datos 
 
El propósito de los BACKUPS y la recuperación es restaurar una base de datos 
que ha fallado. Los BACKUPS protegen la base de datos contra problemas como 
la falta de medios, errores de usuario, a nivel de hardware un controlador o disco 
duro defectuoso puede introducir errores. Los usuarios también pueden causar 
errores de datos, simplemente mediante la emisión de comandos que no deben 
ser emitidos. Esos mismos tipos de errores pueden ser causados por una 





Los BACKUPS también se pueden usar para la conservación de datos y retención 
históricos. Los BACKUPS se toman y se conservan en modo ARCHIVELOG para 
que se puedan utilizar para la recuperación de una base de datos en un 
determinado momento. 
También puede utilizar las herramientas de BACKUP y recuperación para mover 
datos a otras bases de datos en otros lugares. 
 
3.1.2. Definición y Principales Características De RMAN. 
 
RMAN es una herramienta para realizar BACKUPS y recuperación a bases de 
datos Oracle. RMAN es un software cliente que se conecta a una base de datos 
destino o TARGET el cual se encarga de realizar BACKUP y recuperación según 
sea la necesidad. RMAN guarda información de él mismo y de sus operaciones 
dentro del Control Files o dentro de un esquema especial en otra base de datos. 
La mejor práctica es utilizar un esquema en otra base de datos Oracle donde se 
guarda la metadata de RMAN, llamado Catálogo De Recuperación. 
 
En resumen estos son los puntos que se debe tener en cuenta. 
 
 RMAN (Recovery Manager) es una utilidad usada para respaldar 
(BACKUP), restaurar, recuperar y clonar bases de datos Oracle. 
 Este producto se encarga de la gestión de BACKUPS y restauración de 
los Data Files, Archive Logs y Control Files, además de poder ser usado 
para la recuperación completa o incompleta de una Base de datos. 
 RMAN tiene la característica de ser configurado de dos formas: 
 
o Primera forma: Esta opción es limitada y con menos opciones, ya 
que solo puede gestionar una sola base de datos y donde toda la 
información de los BACKUPS es guardada en el Control File. 
o Segunda forma: Esta opción es más completa y robusta, ya que 
maneja un catálogo donde permitirá gestionar los BACKUPS a más 






 RMAN puede ser operado desde Oracle Enterprise Manager o desde línea 
de comandos. 
 RMAN nos permite realizar BACKUP ya sea en frío o en caliente. 
 
3.1.3. RMAN Está Compuesta Por Los Siguientes Componentes 
 
 Target Database: Es el repositorio o base de datos a la que se le realiza 
BACKUP. 
 Control Files: Contienen datos sobre la propia base de datos (es decir, la 
información de la estructura física de la base de datos). Estos archivos son 
esenciales para la base de datos. Sin ellos, no puede abrir los Data File 
para acceder a los datos en la base de datos. También puede contener los 
metadatos relacionado con los BACKUPS. 
 Catalog Database: Es un componente opcional que almacena la ubicación 
de los metadatos de RMAN. 
 Área de Recuperación Rápida (FRA): Es un área de almacenamiento 
(directorio en el disco o ASM diskgroup) que contiene los Redo Logs, 
Control File, Archived Logs y BACKUPS. 
 
3.1.4. Tareas Mínimas Para  Realizar Backups Y Recuperaciones A La Base 
De Datos 
 
Para ser capaz de recuperarse de una pérdida de datos se deben realizar como 
mínimo las siguientes tareas: 
 
 Configurar la base de datos para la recuperación 
 Defina una planificación BACKUPS 
 Planificar y probar diferentes tipos de escenarios de falla 
 Monitorear, ajustar y solucionar problemas de BACKUPS y recuperación 
 Restaurar los datos de los BACKUPS 






Tener un plan de para realizar BACKUPS y recuperación del sistema es 
importante para una base de datos que no puede permitirse el lujo de perder 
información. El plan incluye las siguientes tareas: 
 
 Configuración: Una estrategia de BACKUP y recuperación necesita ser 
configurada para su entorno. Esto debe incluir el método de BACKUP, el 
destino, el tiempo de retención, eliminación y la protección de los 
BACKUPS (encriptación), si es necesario. 
 
 Programación: Los BACKUPS se deben programar para ejecutarse 
automáticamente durante las horas no pico. 
 
 Pruebas: probar los BACKUPS periódicamente y las prácticas de 
recuperación. 
 
 Monitoreo: Monitoreo de los efectos de las operaciones de los BACKUPS 
para determinar la degradación del rendimiento en las bases de datos de 
producción y mejorar la eficiencia del BACKUP, cuando sea necesario. 
 
 Restauración: Un Data File se sobrescribe desde un BACKUP del Data 
File. El Data File es de un punto en el tiempo antes de la base de datos. 
 
 Recuperación: La recuperación se aplica a los cambios en los bloques 
individuales, el uso de archivos y Redo Log, para mover la base de datos 
que llegue el momento actual. 
 
3.1.5. Backups De Oracle 
 
 Las estrategias de BACKUP puede incluir: 
o Base de datos completa (whole). 
o Porción de la base de datos (partial). 
 Los tipos de BACKUP disponibles pueden ser: 






o Solamente información que ha cambiado desde un BACKUP anterior 
(incremental). 
 Acumulativo (cambios desde el ultimo nivel 0-full). 
 Diferencial (cambios desde el último incremental). 
 La forma de hacer BACKUP puede ser: 
o Offline (consistente – Cold). 
o Online (inconsistente – Hot). 
 
3.1.6. Tipos De Comandos De RMAN 
 
Comandos RMAN son de los siguientes tipos: 
 
 Comandos autónomos (Stand-Alone): 
- Se ejecuta de forma individual en el indicador de RMAN 
- No se puede ejecutar como subcomandos dentro del comando RUN 
 
 Comando de trabajo (Job): 
- Debe ser dentro de las llaves de un comando RUN 
- Se ejecuta como un grupo de comandos que pueden ser ejecutados, 
ya sea como autónomo o como comando de trabajo. 
 
Usted puede emitir dos tipos básicos de comandos de RMAN: comandos 
autónomo y de trabajo. Los Comandos autónomos se ejecutan en el prompt de 









• CREATE SCRIPT, DELETE SCRIPT, REPLACE SCRIPT 
 
Los Comandos de trabajo suelen agruparse y ejecutarse secuencialmente dentro 
de un bloque de comandos. Si cualquier comando dentro del bloque falla, RMAN 
parara el  procesamiento; 
 
3.1.6.1. Comandos De Trabajo: Ejemplo 
 
Los comandos de trabajo aparecen dentro de un bloque de comandos los cuales 
se ejecutan con el comando RUN de RMAN: 
 
Figura 1 Comando de trabajo 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
3.1.7. Configuraciones De La Base De Datos Antes De Un Backup Y 
Operaciones De Recuperación 
 






Figura 2 Configuración modo ARCHIVE LOG 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
 Configurar la Zona de Recuperación Rápida (FRA). 
 
Figura 3 Configuración del FRA 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Cuando se utiliza la base de datos en modo ARCHIVELOG, usted tiene más 
opciones de recuperación después de una pérdida de datos, incluyendo la 
recuperación de un punto en el tiempo de la base de datos o algunos espacios de 
tabla. 
También se recomienda que usted tome ventaja de la Zona de Recuperación 
Rápida (FRA) para almacenar la mayor cantidad de respaldos y archivos 
relacionados con la recuperación como, incluyendo BACKUPS de discos y 
Archived Redo Log 
 






Figura 4 Modo ARCHIVELOG 
Fuente: Diplomado Oracle 11g, Workshop I y II 
Cada vez que realicen modificaciones a los datos en la base de datos, los Redo 
Data se escribe en el Archived Online Redo Log. Cuando estos están llenos, el 
proceso Archiver (ARC n) copia el Archived Online Redo Log a otro lugar el cual 
sirve como una copia de ese archivo, que puede conservarse durante el tiempo 
que lo necesite. Esto proporciona más oportunidades para la recuperación, ya que 
puede guardar, respaldar y restaurar todos los Archived Redo Log Files.  (Figura 
3) 
 
3.1.8.1. Configuración Del Modo ARCHIVELOG 
 
Para colocar la base de datos en modo ARCHIVELOG, realice los siguientes 
pasos: 
 
 Uso de Enterprise Manager 
 
- Seleccione la casilla de verificación "Modo ARCHIVELOG". 
- Haga clic en Aplicar. La base de datos se puede establecer en el 
modo ARCHIVELOG sólo desde el estado MOUNT. 
- Haga clic en Sí cuando se le pregunte si desea reiniciar la base de 
datos. 
 






- Monte la base de datos. 
- Ejecute el comando ALTER DATABASE ARCHIVELOG. 
- Abra la base de datos. 
 
La colocación de la base de datos en modo ARCHIVELOG previene que los Redo 
Log se reescriba hasta de que se hayan archivado. 
 
Para emitir el comando SQL para poner la base de datos 
en modo ARCHIVELOG, la base de datos debe estar en estado MOUNT. Si la 
base de datos está actualmente abierta, se debe apagar limpiamente (no abortar), 
y luego si se puede montarlo. 
 
A continuación se muestran los comandos para cerrar una base de datos abierta, 
Y ejecutar el Modo ARCHIVELOG: 
 
Figura 5 Ejecutar Modo ARCHIVELOG 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Con la base de datos está en modo NOARCHIVELOG (por defecto), la 
recuperación es posible sólo hasta el momento del último BACKUP. Todas las 
transacciones realizadas después del BACKUP se perderán. 
 
En el modo ARCHIVELOG, la recuperación es posible hasta el momento de la 
última confirmación. La mayoría de bases de datos de producción funcionan 






3.1.8.2. Garantizar El Éxito  De Las Copias De Archivos Redo Log 
 
Figura 6 Garantizar el éxito  de las copias de archivos redo log 
 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Si ha especificado más de un destino para los archivos Archived Redo Log, debe 
especificar un número mínimo de ellas que se requieren para tener. Esto se hace 
usando el parámetro de inicialización LOG_ARCHIVE_MIN_SUCCEED_DEST. 
 
En el ejemplo de la  (Figura 4), hay tres destinos específicos: dos son locales, y 
uno es remoto. LOG_ARCHIVE_MIN_SUCCEED_DEST establece que solo se 
necesitan 2 destinos exitosos, lo que significa que siempre que al menos dos de 
los destinos sean exitosos, el archivo Online Redo Log se puede sobrescribir. 
 
3.1.9. Especificación De Políticas De Retención 
 
 Las políticas de retención: Describe lo que se mantendrán los BACKUPS 






 Existen dos tipos de políticas de retención: 
 
- Ventana de recuperación: Establece un período de tiempo dentro 
del cual la recuperación en un punto de tiempo debe ser posible. 
(Figura 5) 
 
Figura 7 Ventana de recuperación 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
 
- Redundancia: Establece un número fijo de BACKUPS que debe 
mantenerse 
 
Figura 8 Redundancia 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
 Las políticas de retención son mutuamente excluyentes. 
 
Una política de retención describe que BACKUPS se mantendrán y por cuánto 
tiempo. Puede establecer el valor de la política de retención mediante 






3.1.9.1. Ventana De Recuperación 
 
La mejor práctica es establecer un período de tiempo durante el cual será posible 
descubrir errores lógicos y arreglar los objetos afectados para hacer una 
recuperación del punto en el tiempo justo antes de producirse el error. 
Este período de tiempo se denomina la ventana de recuperación. Esta política se 
especifica en número de días. Para cada Data File, siempre debe existir al menos 
un BACKUP que cumple la siguiente condición: 
 
SYSDATE - BACKUP_checkpoint_time> = recovery_window 
 
Puede utilizar el siguiente comando para configurar una política de retención de 
ventana de recuperación: 
Figura 9 Ventana de Recuperación 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 




Si usted requiere un número determinado de BACKUPS que deben conservarse, 
entonces se puede establecer la política de retención en la opción de 
redundancia. Esta opción se habilita cuando se requiera conservar un número 
determinado de BACKUPS. La política de retención por defecto tiene una 
redundancia de 1, lo que significa que debe existir un solo BACKUP de un archivo 
en un momento dado. Un BACKUP se considera obsoleto cuando una versión 
más reciente del mismo archivo se ha respaldado. 
 
Se puede utilizar el siguiente comando para volver a configurar una política de 






Figura 10 Política de Redundancia 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Donde <copias> es el número de copias que se requieren para la satisfacción de 
la política. 
 
3.1.9.3. Especificación De Una Política De Retención De Ventana 
Recuperación: Ejemplo 
 
Figura 11 Especificación de una política de retención de ventana recuperación: EJEMPLO 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
La política de retención en la imagen muestra que se requiere la capacidad de 
recuperar a cualquier momento dentro de los últimos siete días. Algunas de los 
BACKUPS y los registros se han quedado obsoletas, ya que no son necesarios 
para recuperar dentro de la ventana de siete días. Esta política de retención está 
configurada así: 
 






Fuente: Diplomado Oracle 11g, Workshop I y II 
 
3.1.10. El Uso De Un Área De Recuperación Rápida (FRA) 
 
 Elementos Permanentes: 
- Copias de los Control File actuales 
- Copias de Online Redo Logs 
 Elementos transitorios 
 
- Archived Redo Log 
- Copias de Data File 
- Copias de Control File 
- Autobackup de Control File 
- Piezas de BACKUP 
- Registros de Flashback 
 
Figura 13 El uso de un área de recuperación rápida (FRA) 
 
Fuente: Diplomado Oracle 11g, Workshop I y II
El Área de Recuperación Rápida (FRA) es una ubicación de almacenamiento 
unificado para todos los archivos y las actividades relacionadas con la 





necesitan para recuperar completamente  una base de datos a partir de un fallo 
son parte del Área de Recuperación Rápida (FRA). Los archivos relacionados 
con la recuperación son de dos tipos: permanentes y transitorios. Archivos 
permanentes activamente están siendo utilizados por la instancia. Archivos 
transitorios son necesarios sólo en el caso de algún tipo de operación de 
recuperación. 
 
3.1.10.1. Gestión De Espacio De Área De Recuperación Rápida 
 
Figura 14 Gestión de espacio de área de recuperación rápida 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Cuando el Área de Recuperación Rápida FRA experimenta poco espacio libre 
porque no hay archivos que pueda eliminar de la Área de Recuperación 
Rápida, se le advierte del peligro de quedarse sin espacio. El Servidor de base 
de datos Oracle y RMAN continúa creando archivos en el Área De 
Recuperación Rápida hasta el 100% del límite del disco. Al 
establecer DB_RECOVERY_FILE_DEST_SIZE, debe asignar suficiente espacio 
para mantener los archivos de recuperación, incluyendo BACKUPS que están 






Los archivos que son obsoletas o han sido respaldados a cinta son candidatos 
probables para la eliminación de proporcionar espacio libre. 
 
3.1.10.2. Ventajas Del Uso De Un Área De Recuperación Rápida 
 
 Simplifica la ubicación de los BACKUPS de bases de datos. 
 Gestiona automáticamente el espacio en disco asignado para archivos de 
recuperación. 
Oracle recomienda el uso del Área de Recuperación Rápida FRA para todos 
los archivos relacionados con la recuperación. 
 
3.1.11. RMAN Repositorio De Almacenamiento De Datos: Comparación 
De Las Opciones 
 
Figura 15 RMAN Repositorio de almacenamiento de datos: Comparación de las opciones 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
El repositorio de datos RMAN siempre se almacena en el Control File del Target 
Database. Pero también puede, adicionalmente, almacenar en una base de 
datos separada llamada Catálogo de Recuperación. 
 
Un Catálogo de Recuperación conserva la información del BACKUP en una 





File. Esto le permite almacenar una historia más larga de los BACKUPS de lo 
cual no es posible con un archivo basado en el repositorio de Control File. Un 
único Catálogo de Recuperación es capaz de almacenar la información para 
múltiples Target Database. Este también puede contener secuencias de 
comandos RMAN. 
 
Si usted tiene los requisitos de gestión de BACKUP muy simples, Oracle 
recomienda que utilice la opción de Control File en lugar de un Catálogo de 
Recuperación. Tener un Catálogo de Recuperación significa que usted 
necesita administrar y realizar BACKUPS de varias bases de datos. Por lo tanto, 
utilizar un Catálogo de Recuperación sólo se recomienda si usted puede 
beneficiarse de las ventajas que ofrece, tales como la retención de más 
BACKUPS. 
 
3.1.12. Almacenamiento De La Información En El Catálogo De 
Recuperación 
 
Figura 16 Almacenamiento de la información en el catálogo de recuperación 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
RMAN propaga la información que contiene el Target Database a la base de 
datos en donde se encuentra el Catálogo de Recuperación sobre la estructura 
de base de datos, Archived Redo Log, conjuntos de BACKUPS, y copias de Data 
File después de cualquier operación de actualización del repositorio, y también 






3.1.12.1. Razones Para Utilizar Un Catálogo De Recuperación 
 
 Almacena información más histórica que el Control File 
 Le permite utilizar almacenamiento de script de RMAN 
 Permite crear informes 
 Permite utilizar la cláusula de KEEP FOREVER del Comando BACKUP 
 Permite listar los Data Files y TABLESPACES que son o se encontraban 
en el Target Database en un momento dado. 
 
3.1.12.2. Creación De Un Catálogo De Recuperación: Tres Pasos 
 
Figura 17 Creación de un catálogo de recuperación: tres pasos 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Para crear un Catálogo de Recuperación, realice los siguientes tres pasos: 
 
1. Configure la base de datos en la que desea almacenar el Catálogo de 
Recuperación. 
2. Cree el propietario del Catálogo de Recuperación. 






3.1.12.2.1. Configuración Del Catálogo De Recuperación De Bases De 
Datos 
 
 Para asignar espacio para el Catálogo de Recuperación. Considere lo 
siguiente: 
 
- Número de bases de datos a las cuales el Catálogo de 
Recuperación brindara apoyo. 
- Número de archivos de Redo Log Files y BACKUPS grabados. 
- Uso de secuencias de comandos RMAN almacenados. 
 
 Para crear un TABLESPACES para el Catálogo de Recuperación, se 
debe ejecutar la siguiente consulta. 
. 
Figura 18 Crear Tablespaces 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Determinar la base de datos en la que se instalará el esquema del Catálogo de 
Recuperación. Asegúrese de considerar sus procedimientos de respaldo y 
recuperación de esta base de datos. 
 
La cantidad de espacio requerido por el esquema de Catálogo de 
Recuperación depende del número de bases de datos soportadas por él.  La 
necesidad de espacio del ejemplo es de 15 MB para cada base de datos 
registrada en el Catálogo de Recuperación. 
 
3.1.12.2.2. Creación Del Catálogo De Recuperación Propietario 
 





 Otorgar el rol recovery_catalog_owner. 
 




Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Para crear un usuario que servirá como el propietario del Catálogo de 
Recuperación.  Una vez que haya creado el usuario, se concede el rol de  
recovery_catalog_owner que ofrece privilegios como propietario del Catálogo de 
Recuperación. Este rol incluye los siguientes privilegios del sistema: Alter 
Session, CreateCluster, Createdatabase Link, Create Procedure, Create Sequen, 
Create Sesion, Create Sinonym, Create Table, Create Trigger, Create Type Y 
Create View. 
 
3.1.12.2.3. Creación Del Catálogo De Recuperación 
 
 Conectarse a la base de datos del Catálogo de Recuperación como el 






Figura 20 Conexión al Catálogo de Recuperación 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
 Ejecutar el comando Crear catálogo: 
 
Figura 21 Crear Catalogo 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
3.1.12.3. Registrar Una Base De Datos En El Catálogo De Recuperación 
 
Realizar las siguientes acciones con RMAN: 
 
 Crear filas en las tablas de Catálogo de Recuperación para el Target 
Database. 
 Copiar datos desde el Control File del Target Database a las tablas de 
Catálogo de Recuperación. 
 Sincroniza el Catálogo de Recuperación con el Control File. 
 
Figura 22 Registrar Catalogo de Recuperación 
 





Después de crear el Catálogo de Recuperación, se debe registrar los Target 
Database en el Catálogo de Recuperación. Para registrarlos se deben  seguir 
los siguientes pasos: 
 
1. Invocar la herramienta RMAN para conectar a la base de datos del 
Catálogo de Recuperación y el Target Database, como se muestra en 
el ejemplo siguiente: 
 
$rman TARGET / CATALOG / rman @ reccatdb 
 
2. Asegúrese de que el Target Database este montado o abierta. 
 
3. Emita el comando REGISTER DATABASE para registrar el Target 
Database en el Catálogo de Recuperación: 
 
RMAN> REGISTER DATABASE; 
 
3.1.12.4. Anular El Registro De Un Target Database Desde El Catálogo De 
Recuperación 
 
 Eliminar la información  del Target Database en el Catálogo de 
Recuperación. 
 
Figura 23 Anular registro del Catalogo 
 






Al anular el registro del Target Database  del Catálogo de Recuperación, todos 
los registros del repositorio RMAN se pierden, sólo si ya no desea utilizar el 
Catálogo de Recuperación para esa base de datos. 
 
3.1.12.5. Recuperación Catálogo De Resincronización: Conceptos 
 
Figura 24 Recuperación catálogo de resincronización: conceptos 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Cuando RMAN realiza una resincronización, compara el Catálogo de 
Recuperación o bien el Control File de la base de datos o a un BACKUP de un 
Control File y actualiza el Catálogo de Recuperación con la información que 
falta o la información que se hayan actualizado. 
 
Hay dos tipos de resincronización: parciales y completas. Para la 
resincronización parcial, RMAN compara el Control File con el Catálogo de 
Recuperación y actualiza el Catálogo de Recuperación con los metadatos de 
los BACKUPS, Archived Redo Log, copias de Data File, y así 
sucesivamente. Para una sincronización completa, RMAN primero crea una 
instantánea del Control File (snapshot), que no es más que una copia temporal 
del Control File. Esta instantánea se utiliza para hacer la comparación con el 
Catálogo de Recuperación. Compara y actualiza todos los datos como lo hace 
una resincronización parcial, pero además también incluye los cambios de la 
estructura de la base de datos. Para el ejemplo, se incluyen cambios en el 







3.1.12.5.1. Resincronización Manual Del Catálogo De Recuperación 
 
Resincronizar manualmente el Catálogo de Recuperación se puede realizar en 
las siguientes situaciones: 
 
 Después de que el Catálogo de Recuperación no estaba disponible 
para la resincronización automática de RMAN. 
 Al realizar BACKUPS frecuentes del Target Database. 
 Después de hacer cambios a la estructura física del Target Database. 
 
3.1.12.6. Backup Del Catálogo De Recuperación 
 
Figura 25 Backup del catálogo de recuperación 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
El Catálogo de Recuperación es una base de datos Oracle, por lo que debe ser 
respaldado como cualquier base de datos debería. Oracle recomienda utilizar 
RMAN para realizar BACKUPS y, por supuesto, utilizar un Control File del 
repositorio, en lugar de un Catálogo de Recuperación. Nunca se debe guardar 
un Catálogo de Recuperación  de la base de datos en la misma base de datos 
del Target Database o en los mismos discos. Un Catálogo de Recuperación 






A continuación se muestra un resumen de cómo configurar el entorno de 
BACKUP y recuperación para su recuperación: 
 
 Ejecute el Catálogo de Recuperación en modo ARCHIVELOG. 
 Establecer la política de retención a un valor REDUNDANCY mayor 
que uno. 
 Realice un BACKUPS del Catálogo de Recuperación en disco o 
cinta. 
 Para hacer los BACKUPS, utilice el comando BACKUP DATABASE 
PLUS ARCHIVELOG. 
 Utilice el Control File en vez de otro Catálogo de Recuperación. 
 Configurar en estado ON los BACKUPS automáticos de los Control 
File. 
 
3.1.12.7. Exportación e Importación Del Catálogo De Recuperación 
 
Utilice las utilidades de exportación e importación o datapump. 
 
 Mueva el Catálogo de Recuperación de una base de datos a otra. 
 Crear un BACKUP lógico del Catálogo de Recuperación RMAN. 
 
Puede usar Exportación e Importación para mover el Catálogo de 
Recuperación de una base de datos a otra. También puede crear una 
exportación del Catálogo de Recuperación que puede servir como un BACKUP. 
 
Lleve a cabo los siguientes pasos para exportar un Catálogo de Recuperación 
de una base de datos e importar el catálogo en una segunda base de datos: 
 
1. Utilice una de las utilidades de exportación de Oracle para exportar los 
datos del catálogo de la base de datos. 
2. Crear un usuario del Catálogo de Recuperación de la base de datos que 
está exportando y otorgar al usuario privilegios necesarios. 
3. Utilice la utilidad de importación correspondiente para importar los datos 





4. No debe ejecutar el comando CREATE CATALOG antes o después de 
importar el catálogo en la base de datos. La operación de importación crea 
el catálogo en la segunda base de datos. 
 
3.1.13. Configuración De Las Opciones De Backup Para RMAN 
 
 RMAN está configurado con valores predeterminados. 
 Utilice el comando CONFIGURE para: 
 
- Configurar los canales automáticos. 
- Especificar las políticas de retención de los BACKUPS. 
- Especificar el número de BACKUPS que se crearán. 
- Establecer el tipo de BACKUP predeterminado BACKUPSET o COPY 
- Limitar el tamaño de las piezas del BACKUP. 
- Activar y desactivar la optimización de BACKUPS. 
- Configurar BACKUPS automáticos del Control File. 
- Definir la política de eliminación ARCHIVELOG. 
- Especifique el paralelismo de los dispositivos. 
- Establecer los parámetros de cifrado y compresión que se utilizaran 
para los BACKUPS. 
 
Para simplificar el uso continuo de RMAN para BACKUPS y recuperación, este 
permite configurar varios ajustes para cada TARGET DATABASE. Estos ajustes 
controlan muchos aspectos del comportamiento de RMAN. Puede guardar la 
información de parámetros de canal, paralelismo, y el tipo de dispositivo de 
RMAN. Estos ajustes de configuración son siempre almacenados en el Control 
File y en la base de datos del catálogo de recuperación (si existe). 
 
Estos parámetros tienen valores por defecto. Sin embargo, a medida que se 
desarrolla una estrategia de BACKUP y recuperación más avanzada, puede que 





utilizar el comando CONFIGURE para configurar los ajustes persistentes para los 
BACKUPS de RMAN, restauración, duplicación y mantenimiento. 
 
3.1.14. Visualización De La Configuración De RMAN 
 
Para examinar la configuración de RMAN  en una base de datos se puede 
realizar por: 
 
 Conectándose al Target, y ejecutando el comando SHOW ALL en el 
prompt de RMAN 
O 
 Con la consulta de la vista V$RMAN_CONFIGURATION. 
 
3.1.15. Backups De Control Files 
 
Si se están ejecutando en el modo RMAN NOCATALOG, se recomienda 
encarecidamente que active la automatización del BACKUP de los Control 
Files. De lo contrario, si pierde su Control File, su base de datos puede ser 
irrecuperable. 
 
Para configurar la automatización de BACKUPS de Control File, utilice el 
siguiente comando de RMAN: 
 
CONFIGURE CONTROLFILE AUTOBACKUP ON; 
 
Esto se pondrá en marcha en las siguientes circunstancias: 
 
 Al final de la ejecución de una secuencia de comandos. 
 Cuando una copia de seguridad correcta se registra en el repositorio de 
RMAN. 





3.1.16. Administración De Los Parámetros Persistentes 
 
 Utilice múltiples flujos de datos hacia un dispositivo: 
 
Figura 26 Configuración Paralelismo 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
 Utilice el comando SHOW para listar las configuraciones actuales: 
 
Figura 27 Validar Configuraciones Actuales 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
 Utilice la opción CLEAR del comando CONFIGURE parar establecer 
cualquier configuración persistente a su valor por defecto: 
 
Figura 28 Comando CLEAR 
 






El paralelismo es el número de flujos de datos que se pueden utilizar para leer y 
escribir en el dispositivo. Por ejemplo, si un administrador de medios tiene dos 
unidades de cinta disponibles, entonces el paralelismo  es de 2. El paralelismo 
también es útil, cuando se quiere difundir BACKUPS en varios discos. 
 
Para especificar el paralelismo se utilizará el comando PARALLELISM, así: 
 
RMAN> CONFIGURE DEVICE TYPE <Dispositivo> PARALLELSM <n> 
Donde <n> es el valor de paralelismo. 
 
3.1.17. Especificación Del Destino De Un Backup 
 
Las copias de seguridad se pueden escribir en: 
 Un directorio de discos. 
 
Figura 29 Configurar dispositivo "Disco" 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
 En cinta, usando Oracle Secure BACKUP. 
 Biblioteca de gestión de medios. 
- Cintas 
 
Figura 30 Configurar dispositivo "Cinta" 
 






 Disco o cinta, con copia del proxy 
 
 Área de Recuperación Rápida (FRA): área de disco reservada para 
BACKUPS y efectos de bases de datos de recuperación y de flashback. 
- Definir la ubicación y el tamaño. 
- Los archivos se conserva y se elimina si es necesario de forma 
automática. 
 
Los BACKUPS se pueden escribir en un directorio del disco designado, una 
biblioteca de gestión de medios (MML), o en la Área De Recuperación Rápida 
FRA. 
Una biblioteca de gestión de medios de comunicación se puede utilizar para 
copiar archivos en dispositivos de cinta, Si configura un Área De Recuperación 
Rápida FRA, muchas de las tareas de BACKUPS y recuperación se simplifican 
para usted. Ya que la base de datos de Oracle automatiza los archivos para 
usted, y se encarga de eliminar los archivos obsoletos cuando no hay espacio. 
 
3.1.18. Configuración y Asignación De Canales 
 
 Configure los canales automáticos con el comando CONFIGURE: 
 
Figura 31 Comando Configure 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
 Asignar canales manualmente con el comando ALLOCATE CHANNEL 






Figura 32 Asignar Canal 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
3.1.19. Creación De Conjuntos De Backups Duplex 
 
RMAN puede hacer hasta cuatro copias de un BACKUP establecido al mismo 
tiempo, cada uno tiene un duplicado exacto de otro. En la mayoría de los casos, 
el método más sencillo de dúplex de un conjunto de BACKUPS es utilizar el 
siguiente comando: 
 
Figura 33 Comando Backup Duplex 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
Figura 34 Creación de conjuntos de backups dúplex 
 






3.1.20. Compresión De Los Backups 
 
RMAN puede realizar la compresión binaria en cualquier grupo de respaldo que 
genera. 
 
• Algoritmos de compresión disponible son: HIGHT, MEDIUM, 
LOW y BASIC. 
• No hay pasos adicionales requeridos por el DBA para restaurar un 
BACKUP comprimido. 
 
CONFIGURE COMPRESSION ALGORITHM 'HIGH / MEDIUM / LOW / BASIC' 
 
Al elegir un algoritmo, considere el espacio en disco, además de los recursos del 
sistema dinámico tales como la CPU y la memoria. 
 
LOW: Este nivel es el más rápido. Proporciona menos compresión que MEDIUN, 
pero utiliza la menor CPU. (Corresponde a la compresión de LZO). 
 
MEDIO: Este nivel proporciona un buen equilibrio de uso de la CPU y la relación 
de compresión. (Corresponde a la compresión ZLIB). 
 
HIGHT: Este nivel proporciona la mejor relación de compresión, pero consume 
más CPU. (Corresponde a la compresión GZIP). 
 
BASIC: Corresponde al BZIP2 (10 g estilo de compresión). 
 
3.1.21. Creación De Backup Set 
 
Son colecciones de uno o más archivos comprimidos binarios que contienen uno 
o más Data Files, Control Files, etc., las copias pueden ser enviadas a disco o 





Con backup set la copia completa debe ser descargada desde el RESTORE, 
para luego extraer el archivo o archivos que sean necesarios., la ventaja 
sustancial es la reducción en uso de espacio, ya que omite los bloques 
desocupados para ahorrar espacio en disco o en cinta. 
Comando para realizar un BACKUPSET: 
 
Figura 35 Comando Backupset 
 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
RMAN puede almacenar sus copias de seguridad en un formato de RMAN 
exclusivo llamado un BACKUP SET (Conjunto de copias). Un conjunto de copia 
de seguridad es una colección de archivos llamado BACKUP PIECES (Piezas de 
copia de seguridad), cada uno de los cuales puede contener una copia de 
seguridad de una o más bases de datos archivos. 
 
3.1.22. Creación De Image Copy 
 
Un IMAGE COPY es una copia de un único Data File, Achived Redo Log o 
Control File. Un IMAGE COPY puede ser creado con el comando BACKUP AS 
COPY o con comandos del SO. 
Cuando se crea el IMAGE COPY con el comando de RMAN BACKUP AS 
COPY, la sesión del servidor valida los bloques en el archivo y registra la 





Un IMAGE COPY tiene las siguientes características: 
 
 Un IMAGE COPY sólo se puede escribir en el disco. Cuando se están 
considerando archivos de gran tamaño, el BACKUP toma un largo tiempo, 
pero el tiempo de restauración se reduce considerablemente debido a que 
la copia está disponible en el disco. 
 Si los archivos se almacenan en el disco, pueden ser utilizados 
inmediatamente utilizando el comando SWITCH en RMAN, que es 
equivalente a la instrucción SQL, ALTER DATABASE RENAME FILE. 
 En un IMAGE COPY todos los bloques se copian, así contenga datos o 
no, porque en una base de datos ORACLE el proceso copia el archivo y 
realiza acciones adicionales, tales como la comprobación de bloques 
corruptos y el registro de la copia en el Control File. 
 
Comando para realizar un IMAGE COPY: 
 




Fuente: Diplomado Oracle 11g, Workshop I y II 
 
3.1.23. Creación De Un Whole Database Backup 
 
Un WHOLE DATABASE BACKUP es una copia de seguridad de base de datos 





los Datafiles y debe incluir al menos un Control File, además puede incluir 
opcionalmente el Spfile (archivo de parámetros del servidor) y Redo Log 
(archivos de registro). 
Usando el administrador de recuperación RMAN para hacer un IMAGE COPY de 
todos los archivos de la base de datos simplemente requiere montar o abrir la 
base de datos, iniciando RMAN, y entrar en el digitando el comando de BACKUP 
que se presenta a continuación: 
 
Figura 37 Comando Para Whole Backup 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Opcionalmente, se puede suministrar la opción DELETE INPUT al realizar el 
BACKUP de los archivos ARCHIVELOG, esto se hace para que RMAN elimine 
los archivos ARCHIVELOG después de que los respalda. Se recomienda 
utilizarlo, cuando la base de datos no está utilizando el  Área De Recuperación 
Rápida, la cual llevaría a cabo la gestión del espacio por usted, la eliminación de 
archivos cuando el espacio crece. En ese caso, el comando a utilizar se vería 
como este: 
 
Figura 38 Comando Delete Input 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Para poder realizar esto, previamente se deben ejecutar los siguientes comandos 






Figura 39 Configuración de RMAN 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Figura 40 Whole Bakcup 
 




3.1.24. Tipos De Backup 
 
 Un FULL BACKUP (completo) contiene todos los bloques usados de los 
Data Files. 
 
 Un BACKUP de nivel 0 incremental es equivalente a un FULL BACKUP 
que se ha marcado como de nivel 0. 
 
 Un BACKUP  de nivel acumulativo 1 contiene sólo los bloques 






 Un BACKUP diferencial de nivel 1 contiene sólo los bloques modificados 
desde el último INCREMENTAL BACKUP. 
 
Figura 41 Tipos de Backup 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
3.1.24.1. Full Backups 
 
Es un BACKUP completo de la base de datos, incluye todos los Data Files y 
Control Files que componen la base de datos. 
 
Nota: Todos los bloques de los Data Files serán copiados. 
 
3.1.24.2. Incremental Backups 
 
Un INCREMENTAL BACKUP es o bien un BACKUP de nivel 0, que incluye todos 
los bloques en los Data Files excepto los bloques que no se hayan usado, o un 
BACKUP de nivel 1, que incluye sólo los bloques que tienen cambios desde que 
se realizó una copia de seguridad anterior. 
 
Un INCREMENTAL BACKUP de nivel 0 es físicamente idéntica a un FULL 





puede utilizar como la base para una BACKUP de nivel 1, pero un FULL 
BACKUP nunca puede usarse como la base para un BACKUP de nivel 1. 
 
RMAN permite realizar dos niveles diferentes de INCREMENTAL BACKUP: 
 
 Differential: Es el tipo predeterminado de INCREMENTAL BACKUP ya 
que realiza BACKUPS de todos los bloques modificados después del 
INCREMENTAL BACKUP más reciente, ya sea en el nivel 1 o de nivel 0. 
 Cumulative: Realiza BACKUPS de todos los bloques modificados 
después del último BACKUP de nivel 0. 
 
3.1.24.3. Fast Incremental Backup 
 
Implementado para el seguimiento de cambio por bloque, el cual: 
 
 Mantiene un registro de lo que los bloques han cambiado desde el último 
BACKUP 
 Escribe este registro a un archivo. 
 Se accede automáticamente cuando se realiza un BACKUP por lo que la 
función de BACKUP es más rápida. 
 
Figura 42 Incremental Backup 
 






El objetivo de un INCREMENTAL BACKUP es un BACKUP de sólo los bloques 
de datos que han cambiado desde el último BACKUP. Se puede utilizar RMAN 
para crear copias de seguridad incrementales de los Data Files, TableSpace o de 
toda la base de datos. 
 
Al realizar un INCREMENTAL BACKUP, RMAN lee únicamente los bloques 
referenciados a localizar los bloques modificados desde la última copia de 
seguridad, esto hace que la copia de seguridad sea  más pequeña porque sólo 
bloques modificados se copian. 
También hace una recuperación más rápida debido a que menos bloques tienen 
que ser restaurados. Puede realizar un INCREMENTAL BACKUP más rápido ya 
que RMAN puede ver el cambio de secuencia de los bloques en el archivo de 
seguimiento, y realizar el BACKUP a partir de sólo los bloques referenciados allí 
y así no tiene que escanear cada bloque para ver si ha cambiado desde la última 
copia de seguridad, esto hace que el INCREMENTAL BACKUP sea más rápido. 
El mantenimiento del archivo de rastreo es completamente automático y no 
requiere la intervención del usuario, el tamaño del archivo de seguimiento de 
cambios de bloque es proporcional: 
 Al tamaño de la base de datos, en bytes. 
 Número de hilos habilitados en un entorno RAC (Real Application 
Clussters). 
 Número de copias de seguridad antiguas que mantiene el archivo de 
rastreo de cambio de secuencia. 
 El tamaño mínimo para el archivo de seguimiento de cambios de bloque 
es de 10 MB, y cualquier nuevo espacio que se asigne es de 10 MB. 
3.1.25. Habilitando El Fast Incremental Backup 
 
Figura 43 Habilitar Incremental Backup 
 






Donde <pathname> es la ruta en el sistema operativo donde se quiere almacenar 
el archivo. 
 
3.1.26. Monitoreando El Seguimiento De Bloques Cambiados  
 
Para realizar el monitoreo de los bloques modificados se hace uso de la vista 
V$BLOCK_CHANGE_TRACKING la cual muestra donde el archivo de 
seguimiento de los bloques cambiados se encuentra, el estado del seguimiento 
de bloques cambiados (activado / desactivado) y el tamaño (en bytes) del 
archivo. 
 
La consulta en la vista V$BACKUP_DATAFILE mide la eficacia del seguimiento 
de bloques cambiados al momento de realizar un INCREMENTAL BACKUP. Un 
valor alto indica que RMAN lee la mayoría de los bloques en el archivo de datos 
durante el BACKUP. 
 
Usted puede reducir esta proporción al disminuir el tiempo entre INCREMENTAL 
BACKUPS. 
 
3.1.27. Creando Backups A Partir De Backup Set 
 
Figura 44 Backup a partir de Backup Set 
 
 






Sólo los BACKUP SET que se crearon en el tipo de dispositivo Disco se pueden 
copiar utilizando RMAN. Los grupos de respaldo pueden reforzarse a cualquier 
tipo de dispositivo disponible. 
El comando BACKUP BACKUPSET utiliza el canal de disco por defecto para 
copiar conjuntos de BACKUP de disco a disco. Para un BACKUP de disco a 
cinta, se debe configurar o asignar manualmente un canal NONDISK. 
 
3.1.28. Configuración De Backup Y Recuperación De Un Archivo Muy 
Grande 
 
Para realizar BACKUPS de un solo archivo el cual es muy grande se utiliza la 
opción Multi-Sección la cual permite: 
 
 Se crean por RMAN, con el valor de su tamaño especifico. 
 Se procesan de forma independiente (en serie o en paralelo). 
 Los BACKUP SET se dividen en varias partes. 
 Mejorar el rendimiento de un BACKUP. 
 
Figura 45 Backup Archivos muy grandes 
 






3.1.29. Creación De Backups RMAN Multisección 
 
Figura 46 Sintaxis del comando 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Los comandos BACKUP y VALIDATE DATAFILE aceptan la siguiente opción: 
 
SECTION SIZE <integer> [K | M | G] 
Use esta opción para especificar el tamaño previsto para cada sección del 
BACKUP. La opción es a la vez un comando BACKUP y un comando BACKUP 
con especificación de nivel, por lo que se puede aplicar diferentes tamaños de 
las secciones a diferentes archivos en la misma tarea de respaldo. 
 
Figura 47 Creación De Backups RMAN Multisección 
 






En el ejemplo, se está tomando un BACKUP del DATA FILE 5, y el tamaño de la 
sección se especifica de 25 MB. El DATA FILE es de 100 MB de tamaño, por lo 
que cuatro secciones se crean. 
 
3.1.30. Backup De Archivos De Recuperación 
 
Realizar BACKUP de solo los archivos que están en el FRA: 
 
Figura 48 Backup del FRA 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
BACKUP de todos los archivos de recuperación: 
 
Figura 49 Backup de Archivos de Recuperación 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Figura 50 FRA 
 







Hay dos formas de hacer BACKUPS de datos de recuperación. El comando 
BACKUP RECOVERY AREA respalda todos los archivos que se encuentran 
actual y anteriormente en el FRA. 
El comando BACKUP ALL RECOVERY FILES respalda todos los archivos de 
recuperación, incluso si no están en el FRA, al utilizar este comando, se gana 
protección adicional contra la pérdida de información, por ejemplo, todos los 
Control Files y Data Files no están en el Área De Recuperación Rápida. 
 
3.1.31. Recuperación y Restauración 
 
  
Figura 51 Recuperación y Restauración 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
La parte de la recuperación de las tareas de BACKUP y recuperación incluye dos 
tipos principales de actividades: la restauración y la recuperación. 
Restauración de un archivo es el proceso de copiar (montar)  un BACKUP en la 
base de datos para que sea utilizado. Esto es necesario si, por ejemplo, un 
archivo está dañado debido a que el disco físico falla. Esto es generalmente 
debido a problemas de hardware, tales como errores de escritura en disco, o fallo 






Recuperar el archivo implica rehacer la aplicación de tal manera que el estado 
del archivo se lleva hacia delante en el tiempo, a cualquier punto que desee. Ese 
punto es generalmente tan cerca del momento del fallo posible. En la industria de 
base de datos, estas dos operaciones se refieren a menudo, colectivamente, con 
el término único "Recuperación". 
 
3.1.32. Causas De Perdidas De Archivos 
 
La pérdida de archivos puede ser causada por: 
 Error de usuario 
 Error de la aplicación 
 Insuficiencia de medios 
 
Figura 52 Pérdida de información 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
3.1.33. Perdida Crítica Versus No Crítica De Un Archivo 
 
Una pérdida de archivos no crítica es cuando la base de datos puede continuar 
funcionando. 
 
Figura 53 Perdida crítica de archivos 
 






A solucionar el problema tomando una de estas acciones: 
 Crear un nuevo archivo 
 
 Reconstruir el archivo 
 
 Recuperar el archivo perdido o dañado 
Un archivo no crítico es uno en el que la base de datos y la mayoría de las 
aplicaciones pueden funcionar sin él. 
 
Por ejemplo, si la base de datos pierde un Redo Logs File multiplexado, todavía 
hay otras copias del archivo que pueden ser utilizado para mantener la base de 
datos de funcionamiento. 
Aunque la pérdida de un archivo no crítico no causa que se tenga que parar la 
base de datos, puede poner en peligro el funcionamiento de la base de datos. 
Por ejemplo: 
 
 La pérdida de un índice de un TABLESPACE puede hacer que las 
aplicaciones y las consultas se ejecuten mucho más lento, o incluso hacer 
que la aplicación quede inutilizable, si se utilizaran los índices para 
imponer restricciones. 
 
 La pérdida de un TABLESPACE temporal puede impedir que los usuarios 
ejecuten consultas o la creación de índices hasta que hayan sido 
asignados a un nuevo espacio de tabla temporal. 
 
3.1.34. Recuperación Automática De Un Archivo Temporal 
 
Sentencias SQL que requieren espacio temporal para ejecutar quizás fallen si 
uno de los archivos temporales falta. 
Si un archivo temporal que pertenece al TABLESPACE temporal se pierde o se 
daña, la extensión en ese archivo no estará disponible. Este problema se puede 
manifestar como un error durante la ejecución de sentencias SQL que requieren 





Cuando la base de datos nota que falta un archivo temporal, la base de datos 
crea automáticamente el archivo y la base de datos abre normalmente. 
En el improbable caso de que usted decida realizar una recreación manual, 
utilice los siguientes comandos: 
 
Figura 54 Recuperación de archivos temporales 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
3.1.35. Revisión De Los Estados De Los Grupos De Log 
 
Un grupo de Redo Log tiene un estado en momento dado: 
 CURRENT (ACTUAL): El proceso LGWR está actualmente escribiendo 
datos en REDO, este graba todas las transacciones que se están 
realizando en la base de datos. 
 
 ACTIVE (ACTIVO): Ya no se está escribiendo en él, pero aun así se 
requiere, por ejemplo para una recuperación, este tiene datos que son 
necesarios para recuperación de la instancia. 
 
 INACTIVE (INACTIVO): Ya no se está escribiendo en él, el cual ya no es 
necesario para recuperación de la instancia. 
 
3.1.36. Recuperación  De La Pérdida De Un Índice Del Tablespace 
 
 Un espacio de tabla que contiene sólo los índices se puede recuperar sin 
llevar a cabo una tarea recuperación. 
 Si un Data File que pertenece a un índice único del TABLESPACE 
perdido, puede ser más sencillo para volver a crear el TABLESPACE y 






Los índices son objetos calculados, ya que no proporcionan los datos originales y 
sólo son una representación diferente de datos que ya existen. Así, en la mayoría 
de los casos, los índices se pueden volver a crear fácilmente. 
 
Cuando se pierde un Data File de esta manera, puede realizar los siguientes 
pasos: 
1. Suelte el Data File. 
2. Suelta el TABLESPACE. 
3. Vuelva a crear TABLESPACE de los índices. 
4. Vuelva a crear los índices que se encontraban en el TABLESPACE. 
 
3.1.37. Recreando Índices 
 






Figura 55 Creación de Índices 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Al crear o volver a crear un índice, puede utilizar las siguientes palabras clave 
para reducir del tiempo en la creación: 
 
 PARALLEL (PARALELO): (NOPARALLEL es el valor predeterminado), 
Múltiples procesos pueden trabajar juntos simultáneamente para crear un 
índice. Al dividir el trabajo necesario para crear un índice entre múltiples 





mayor rapidez que si un solo proceso del servidor creara el índice de 
manera secuencial. 
 
 NOLOGGING: El uso de esta palabra clave hace que la creación de los 
índices  sea más rápida, ya que crea una muy mínima cantidad de 
entradas al Redo Log Files, como resultado del proceso de creación. 
 
3.1.38. Métodos De Autenticación Para Administradores De La Base 
De Datos 
 
 ARCHIVO DE CONTRASEÑAS: Si la base de datos tiene un archivo de 
contraseña y se le ha otorgado el privilegio de sistema de SYSDBA o 
SYSOPER, entonces usted puede autenticar mediante un archivo de 
contraseñas. 
 
 SO (SISTEMA OPERATIVO): Si el servidor no está usando un archivo de 
contraseñas, o si no se han concedido los privilegios de SYSDBA o 
SYSOPER, por lo tanto, puede utilizar la autenticación del sistema 
operativo. En la mayoría de los sistemas operativos, la autenticación para 
administradores de bases de datos implica colocando el nombre de 
usuario del sistema operativo del administrador de base de datos en un 
grupo especial, genéricamente denominado OSDBA. Los usuarios de ese 
grupo se conceden privilegios SYSDBA. A similares grupo, OSOPER, se 
utiliza para otorgar privilegios SYSOPER a los usuarios. La autenticación 
del sistema operativo tiene prioridad sobre la autenticación de archivo de 
contraseña. 
 
3.1.39. Comparando Recuperación Completa E Incompleta 
 
La recuperación puede tener dos tipos de alcance: 
 
 La recuperación completa: Trae la base de datos hasta el presente, 
incluyendo todos los cambios de datos comprometidos realizados en el 
momento en el que se pidió la recuperación. 
 Recuperación incompleta o de punto en el tiempo: Trae la base de datos 






Figura 56 Recuperación y Restauración 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Al realizar una recuperación completa, usted trae la base de datos al estado en el 
que está totalmente al día, incluyendo todas las modificaciones de datos 
comprometidos hasta la actualidad. 
La recuperación incompleta, sin embargo, trae la base de datos hasta cierto 
punto en el tiempo pasado. Es también conocido como "Punto Base de Datos en 
Tiempo de recuperación". Esto significa que hay transacciones que faltan; 
cualquier dato modificaciones realizadas entre el tiempo de recuperación de 
destino y el presente se pierden. En muchos casos, este es el objetivo deseable 
porque puede haber habido algunos cambios realizados en la base de datos que 
necesita ser deshecho. La recuperación a un punto en el pasado es una forma 
de eliminar los cambios no deseados. 
 
3.1.40. Proceso De Recuperación Completo 
 
Figura 57 Recuperación completa 
 





Los pasos describen lo que ocurre durante la recuperación completa: 
 
1. Archivos dañados o faltantes se restauran desde un BACKUP. 
2. Cambios en los BACKUPS incrementales, Archived Redo Log Files y los 
cambios de los Redo Log Files se aplican a los Data Files hasta que el 
registro en línea actual es alcanzado y las transacciones más recientes se 
han vuelto a ingresar. Deshacer bloques se generan durante todo este 
proceso. 
3. Los Data Files restaurados pueden contener ahora los cambios 
confirmados y no confirmados. 
4. Los bloques UNDO se utilizan para deshacer los cambios no confirmados. 
Esto se refiere a veces como recuperación de transacciones. 
5. Los Data Files se encuentran ahora en un estado recuperado y son 
consistentes con los otros Data Files en la base de datos. 
 
3.1.41. Proceso De Recuperación Punto En El Tiempo 
 
Figura 58 Recuperación en el punto de tiempo 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 





La recuperación incompleta, o la recuperación de bases de datos en un punto en 
el tiempo, utilizan un BACKUP para producir una versión actual de la base de 
datos. 
Lleve a cabo este tipo de recuperación sólo cuando sea absolutamente 
necesario, para realizar una recuperación con un punto en el tiempo, es 
necesario: 
 Un BACKUP offline u online de todos los Data File hechos antes del punto 
de recuperación. 
 Todos los registros archivados desde el momento del BACKUP hasta la 
hora especificada de la recuperación. 
La progresión necesaria para realizar una recuperación en un punto se 
enumeran a continuación: 
1. Restaurar los Data Files de un BACKUP: El BACKUP que se utiliza no 
puede ser el más reciente. 
2. Utilice el comando RECOVER: Aplicar el proceso de deshacer desde los 
Archived Redo Log Files, incluyendo el mayor número como sea 
necesario para llegar al destino de punto de restauración. 
3. estado de sobre-recuperación: Ahora los Data Files contienen algunas 
transacciones confirmadas y no confirmadas porque el REDO pueden 
contener datos no confirmados. 
4. Utilice el comando ALTER DATABASE OPEN: La base de datos se abre 
antes de la aplicación del deshacer. Esto es para proporcionar una mayor 
disponibilidad. 
5. Aplicar datos: Deshacer transacciones no confirmadas. 
6. Proceso completo: Los Data Files se recuperarán ahora en el punto en el 
tiempo que usted eligió. 
 
3.1.42. Usando Comandos De RMAN Para Recuperación Y 
Restauración 
 
 El comando RESTORE: Restaura archivos de base de datos a partir de un 
BACKUP. 
 El comando RECOVER: Recupera archivos restaurados mediante la 
aplicación de cambios registrados en los BACKUPS incrementales y los 






Figura 59 Recuperación de Tablespaces 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
La reconstrucción de los contenidos de una base de datos completa o una parte 
de ella a partir de un BACKUP suele implicar dos fases: La recuperación de una 
copia del Data File a partir de un BACKUP, y volver a aplicar cambios en el 
archivo desde el BACKUP a los Archived y Online Redo Log Files. 
 El comando RESTORE recupera el Data File en el disco desde una 
ubicación de BACKUP en cinta, disco, u otros medios de comunicación, y 
la hace disponible para el servidor de base de datos. Si los BACKUPS se 
almacenan en un administrador de medios, los canales deben ser 
configurados o asignados para su uso en el acceso a los BACKUPS 
almacenados allí. 
 El comando RECOVER toma la copia restaurada del Data File y aplica en 
este los cambios registrados en el BACKUP incremental del Redo Log 
File. También puede realizar una recuperación completa o a un punto en 
el tiempo mediante el asistente de recuperación disponible en el 
Enterprise Manager. 
 
3.1.43. Realizando Recuperación Completa: Perdida De Un Data File 
No Crítico En Modo Archivelog 
 
Si un Data File se pierde o se daña, y ese archivo no pertenece al SYSTEM o al 
TABLESPACE UNDO, entonces se debe realizar lo siguiente: 
Con la base de datos en modo ARCHIVELOG, la pérdida de los datos no 
archivos pertenecientes al SYSTEM o al TABLESPACE UNDO afecta sólo a 
aquellos objetos que están en el archivo que falta. Para restaurar y recuperar el 
Data File que falta utilizando Enterprise Manager, realice los siguientes pasos: 
1. Haga clic en “PERFORM RECOVERY” en la página de propiedades 
disponibilidad. 
2. Seleccione "DATA FILES" como ámbito de recuperación y "RESTORE 





3. Añadir todos los Data Files que necesita la recuperación. 
4. Indique de que BACKUP los archivos se van a restaurar. 
5. Determine si desea restaurar los archivos a la ubicación predeterminada o 
(si un disco o controlador no se encuentra) a una nueva ubicación. 
6. Click en “SUBMIT JOB” para restaurar y recuperar los archivos que faltan. 
Debido a que la base de datos está en modo ARCHIVELOG, la 
recuperación hasta el momento de la última confirmación es posible y los 
usuarios no están obligados a volver a entrar los datos. 
 
3.1.44. Realizando Recuperación Completa: Perdida De Un Data File 
Crítico Del Sistema En Modo Archivelog 
 
Si un Data File se pierde o se daña, y el archivo pertenece al SYSTEM, o al 
TABLESPACE UNDO o SYSAUX, debe realizar los siguientes pasos: 
1. La instancia puede o no se puede cerrarse automáticamente. Si no, utilice 
el comando SHUTDOWN ABORT para apagar la instancia. 
2. Monte la base de datos. 
3. Restaurar y recuperar el Data File que falta. 
4. Abra la base de datos. 
 
3.1.45. Recuperación De Image Copy 
 
RMAN puede recuperar copias de imágenes (IMAGE COPY) mediante el uso 
BACKUPS incrementales: 
 
 El IMAGE COPY actualiza todos los cambios hasta el BACKUP 
incremental. 
 El BACKUP incremental reduce el tiempo necesario para la recuperación. 






Figura 60 Recuperación Image Copy 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
3.1.45.1. Recuperación De Image Copy (Ejemplo) 
 
Figura 61 Comando de Recuperación de Image Copy 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Este es el resultado de ejecutar el comando anterior: 
 
Figura 62 Recuperación de Image Copy 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Si ejecuta los comandos que se muestran, usted consigue actualizados 
continuamente IMAGE COPY de todo los Data Files de la base de datos en 
cualquier momento. La gráfica muestra lo que sucede para cada corrida.; la 
estrategia no llegó a buen término hasta después del día 3. 
Día 1: El comando RECOVER no hace nada, no existen IMAGE COPY para 





Día 2: El comando RECOVER, de nuevo, no hace nada. Esto es porque no hay 
incremento de un BACKUP todavía. El comando BACKUP crea el BACKUP 
incremental, ahora que la base es el IMAGE COPY creado en el día 1. 
Día 3: El comando RECOVER aplica los cambios a partir del BACKUP 
incremental al IMAGE COPY. El comando BACKUP toma otro BACKUP 
incremental, que se utiliza para recuperar el IMAGE COPY en el día 4 y así 
sucesivamente. 
 
3.1.46. Realizando Una Recuperación Y Restauración De La Base De 
Datos En Modo Noarchivelog 
 
Si la base de datos está en modo NOARCHIVELOG, y cualquier dato archivo se 
pierde, realice las siguientes tareas: 
 Cierre la instancia si no está ya abajo. 
 Restaurar la base de datos, incluyendo todos los datos y el Control File, a 
partir del BACKUP. 
 Abra la base de datos. 
 Los usuarios deberán volver a introducir todos los cambios realizados 
desde el último BACKUP. 
 
La pérdida de cualquier Data File de una base de datos en modo 
NOARCHIVELOG requiere la restauración completa de la base de datos, 
incluidos los Control File y todos los Data Files. Si usted tiene BACKUPS 
incrementales, entonces usted deberá realizar las operaciones de restauración y 
recuperación. 
Si el DATA FILE perdido pertenece a una TABLESPACE de solo lectura, es 
necesario restaurar sólo ese archivo. Con la base de datos en el modo de 
NOARCHIVELOG, la recuperación es posible sólo hasta el momento del último 
BACKUP, por esta razón, los usuarios deberán volver a introducir todos los 
cambios realizados desde la copia de seguridad. 
 
3.1.47. Usando Puntos De Restauración 
 






Figura 63 Puntos de restauración 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
Usted puede dar un nombre a un punto determinado en el tiempo, o un número 
de SCN. 
 El primer ejemplo crea un punto de restauración que representa el 
presente en el tiempo. Si estaban a punto de aplicar una actualización de 
una aplicación o de datos en la base de datos, y que quería referirse de 
nuevo a este estado de la base de datos, puede utilizar los 
BEFORE_MODS punto de restauración. 
 
 El segundo ejemplo crea un punto que representa un pasado SCN, 100. 
Este punto de restauración se puede utilizar en la misma forma que la 
anterior. Normalmente, los puntos de restauración se mantienen en la 
base de datos durante al menos tan largo como se especifica por el 
Parámetro de inicialización CONTROL_FILE_RECORD_KEEP_TIME. Sin 
embargo, puede utilizar el atributo PRESERVE al crear un punto de 
restauración, lo que hace que el punto de restauración se guarde hasta 
que se elimine explícitamente. 
 
3.1.48. Realizar Recuperación Con Un Backup De Control File 
 
 Restaurar y montar un archivo de control de un BACKUP cuando todas las 
copias del Control File actual se pierden o se dañan. 
 Ejecutar el comando RECOVER después de restaurar el Control File del 
BACKUP. 
 Abra la base de datos con la opción RESETLOGS y después realizar una 






Nota: Si está utilizando un Catálogo De Recuperación, el proceso es idéntico al 
de recuperación de un Control File actual porque RMAN puede utilizar el 
Catálogo De Recuperación para obtener la metadata de RMAN. 
 
3.1.49. Recuperación De La Pérdida Del Server Parameter File (Archivo 
De Parámetros Del Servidor) 
 
La cláusula FROM MEMORY permite la creación de la configuración de los 
parámetros de todo el sistema actual. 
 
Figura 64 Comando para recuperar Server Parameter File 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
La forma más fácil de recuperar un archivo de parámetros del servidor es utilizar 
la cláusula FROM MEMORY, que crea un archivo de parámetros de inicialización 
de texto (PFILE) o un archivo de parámetros del servidor (SPFILE) usando la 
configuración de los parámetros de todo el sistema actual. 
En un entorno de RAC (Real Application Clussters), el archivo creado contiene 
los parámetros de configuración de cada instancia. Durante el inicio de la 
instancia, todos los ajustes de parámetros se registran en el archivo alert.log. El 
nombre del PFILE o SPFILE se escribe en el alert.log al momento de iniciar 
instancia. 
 
3.1.50. Restaurar El Server Parameter File Desde El Autobackup Del 
Control File 
 







Fuente: Diplomado Oracle 11g, Workshop I y II 
Si usted ha perdido el archivo de parámetros del servidor y no se puede utilizar la 
cláusula FROM MEMORY, entonces usted puede restaurar desde el BACKUP 
automático. El procedimiento es similar para restaurar el Control File desde el 
BACKUP automático. Si el BACKUP automático no se encuentra en el FRA, 
establezca el DBID (IDENTIFICADOR DE LA BASE DE DATOS) para su base de 
datos. 
Si va a restaurar el SPFILE a una ubicación no predeterminada, especifique el 
comando de la siguiente manera: 
 
Figura 66 Restaurar Spfile 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Si va a restaurar el archivo de parámetros del servidor desde el FRA, especifique 
el comando de la siguiente manera: 
 
Figura 67 Restauración Spfile desde el FRA 
 





3.1.51. Restaurar Control File Desde El Autobackup 
 
Figura 68 Restaurar Control File 
 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Si no está utilizando un Catálogo De Recuperación, debe tener configurado el 
BACKUP automático del Control File, por lo que son capaces de restaurar 
rápidamente el Control File si es necesario. Los comandos que se utilizan para la 
restauración del Control File son los mismos, independientemente de si usted 
está utilizando el FRA. 
Utilice los comandos que se muestran anteriormente para recuperar los Control 
Files perdidos. En primer lugar, iniciar la instancia en Modo NOMOUNT. No se 
puede montar porque no hay ningún Control File. Restaurar el Control File desde 
el BACKUP. Ahora que hay un Control File, se puede montar la base de datos. 
Ahora debe recuperar la base de datos, porque ahora tiene un Control File del 
BACKUP que contiene información acerca de una mayor versión de la base de 
datos. Después de recuperar la base de datos, puede abrirla. Debe especificar 
Resetlogs porque el nuevo Control File representa una creación de instancias 
diferentes de la base de datos. 
 
3.1.52. Usar Backups Incrementales Para Recuperar Una Base De 
Datos En Modo NoArchivelog 
 
Utilice copias de seguridad incrementales para realizar la recuperación limitada 





Figura 69 Recuperación en modo NOARCHIVELOG 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
Puede realizar la recuperación limitada de una base de datos en modo 
NOARCHIVELOG utilizando BACKUPS incrementales. Los BACKUPS 
incrementales deben ser BACKUPS consistentes. Si usted ha tomado el 
BACKUP incremental, RMAN utilizará sus nivel 0 y nivel 1 para restaurar y 
recuperar la base de datos. 
Debe especificar la opción NOREDO en el comando RECOVER DATABASE, si 
no se especifica la opción NOREDO, RMAN busca por todos los Online Redo 
Log File después de aplicar el BACKUP incremental. 
Si los Online Redo Log File no están disponibles, RMAN emite un mensaje de 
error, si los Online Redo Log File actuales contienen todos los cambios desde el 
último BACKUP incremental, se puede emitir el comando RECOVER DATABASE 
sin especificar la opción NOREDO y los cambios serán aplicados. 
 
3.1.53. Restauración y Recuperación De La Base De Datos En Un 
Nuevo Servicio De Alojamiento 
 
Utilice el procedimiento para: 
 Realizar restauraciones de prueba. 
 Mover una base de datos de producción a un nuevo alojamiento. 
Utilice el procedimiento descrito en las páginas siguientes para realizar 
restauraciones de prueba. También puede utilizarlo para mover una base de 
datos de producción a un nuevo alojamiento. El identificador de base de datos 
(DBID) para la base de datos de prueba restaurada es el mismo que el DBID de 





Figura 70 Puntos de restauración 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
3.1.54. Preparación Para Restaurar La Base De Datos A Un Nuevo 
Servicio De Alojamiento 
 
Para prepararse para restaurar una base de datos, lleve a cabo los siguientes 
pasos: 
 Anote el identificador (DBID) de la base de datos de su fuente. 
 
 Copie el archivo de parámetros de inicialización de la base de datos de 
origen al nuevo alojamiento. 
 
 Asegurar que los BACKUPS origen, incluyendo el Control File del 
BACKUP automático son accesibles en el host de restauración. 
 
3.1.55. Restauración De La Base De Datos Al Nuevo Alojamiento 
 
Realice los siguientes pasos en el nuevo lugar de alojamiento para restaurar la 
base de datos: 
1. Configure la variable de entorno ORACLE_SID. 
2. Inicio RMAN y conéctese a la instancia de destino en modo NOCATALOG. 
3. Establecer el identificador de base de datos (DBID). 





5. Restaurar el archivo de parámetros del servidor (SERVER PARAMETER 
FILE) de los BACKUP SET. 
6. Cerrar la instancia. 
7. Editar el archivo de parámetros de inicialización restaurado. 
8. Inicie la instancia en NOMOUNT modo. 
9. Crear un bloque RUN para: 
a. Restaurar el Control File. 
b. Monte la base de datos. 
10. Crear el script de recuperación RMAN para restaurar y recuperar la base 
de datos. 
11. Ejecute la secuencia de comandos RMAN. 
12. Abra la base de datos con la opción RESETLOGS. 
 
Figura 71 Ejemplo Bloque Run 
 
Fuente: Diplomado Oracle 11g, Workshop I y II 
 
La segunda parte de este tutor vendrá con unos ejemplos de aplicación para 





3.2. EJEMPLOS PRACTICOS 
 
3.2.1. Ejemplo #1 Configurar El Modo Archivelog 
 
Paso 1: Configurar el entorno de la base de datos a ORCL mediante el comando 
oraenv y digitar orcl cuando el sistema lo solicite. 
$ . oraenv 
 
Paso 2: Determinar si modo ARCHIVELOG está corriendo en la base de datos, 
para ello nos conectamos a la base de datos como el SYSDBA. 
$ sqlplus / as sysdba 
 
Paso 3: Conectado a la base de datos, se ejecuta el siguiente comando. 
SQL> archive log list 
Si el modo ARCHIVELOG esta deshabilitado, los valores de los parámetros de 
modo de registro de la base de datos (Database Log Mode) y el archivado 
automático (Automatic Archived) serán registro de archivos deshabilitados (No 
Archive Log) y deshabilitado (Disabled), respectivamente, de lo contrario serán, 
Archive Log y habilitado (Enabled). 
 
Paso 4: Si en la base de datos no está en modo ARCHIVELOG se deben 
ejecutar los siguientes comandos para activar el modo ARCHIVELOG. 
--Apagar la base de datos de forma inmediata. 
SQL> shutdown immediate 
-- Montar la base de datos. 
SQL> startup mount 
-- Activar el modo ARCHIVELOG 
SQL> alter database archivelog; 
-- Por último, abrir la base de datos a los usuarios. 






3.2.2. Ejemplo #2 Configurar Las Políticas De Retención  
 
Paso 1: Configurar el entorno de la base de datos a ORCL mediante el comando 
oraenv y digitar orcl cuando el sistema lo solicite. 
$ . oraenv 
 
Paso 2: Conectarse a RMAN target y digitar el siguiente comando para visualizar 
la política de retención configurada actualmente. 
$ rman target / 
RMAN> show retention policy; 
Mostrará el siguiente mensaje: 
RMAN configuration parameters for database with db_unique_name ORCL are: 
CONFIGURE RETENTION POLICY TO REDUNDANCY XX; 
Las XX es el número de la redundancia configurada. 
 
Paso 4: para cambiar la política de retención se ejecuta el siguiente comando en 
RMAN. 
RMAN> configure retention policy to redundancy 1; 
Mostrará el siguiente mensaje: 
Old RMAN configuration parameters: 
CONFIGURE RETENTION POLICY TO NONE; 
New RMAN configuration parameters: 
CONFIGURE RETENTION POLICY TO 1; 
New RMAN configuration parameters are successfully stored 
 
Nota: Tenga en cuenta que el valor por defecto para la política de retención en la 
base de datos Oracle 11g Realese 2 está definido como redundancia igual a 1, 







3.2.3. Ejemplo #3 Crear Y Configurar Un Catálogo De Recuperación 
 
El catálogo de recuperación es un repositorio donde se guarda toda la 
información de las copias de seguridad que se han realizado en una base de 
datos Oracle a través de la utilidad RMAN proporcionada por Oracle para 
posteriores recuperaciones de la base de datos. 
 
Paso 1: Conectarse a la base de datos 
$ sqlplus /nolog 
SQL> connect /as sysdba 
 
Paso 2: Crear el tablespace, es recomendable crear un tablespace el cual será 
asignado al usuario para almacenar todos los objetos relacionados al esquema 
del propietario del catálogo. 
SQL> create tablespace nuevo datafile '/u01/app/database/dba11g/nuevo.dbf' 
size 2M autoextend on; 
 
Paso 3: Crear el propietario del catálogo de recuperación. 
SQL> create user rman identified by rman default tablespace nuevo quota 
unlimited on nuevo; 
SQL> grant connect to rman; 
SQL> grant recovery_catalog_owner to rman; 
 
Paso 4: Crear el catálogo de recuperación. 
$ RMAN target / catalog rman/rman 
RMAN> create catalog; 
 
Paso 5: Sincronizar el catálogo de recuperación. 
Registrar la base de datos. 





 Para actualizar la versión del catálogo de recuperación: upgrade catalog; 
 Para eliminar el registro de la base de datos: unregister database; 
 Para borrar el catálogo de recuperación: drop catalog; 
 
3.2.4. Ejemplo #4 Habilitar El Auto Backup Del Control File 
 
Paso 1: Conectarse a RMAN y asegurarse de que este habilitado el auto backup. 
$ rman target / 
RMAN> show controlfile autobackup; 
Mostrará el siguiente mensaje: 
RMAN configuration parameters for database with db_unique_name RCAT are: 
CONFIGURE CONTROLFILE AUTOBACKUP XX; 
Las XX es el parámetro que está configurado (ON, OFF). 
 
Paso 2: Ejecutar el comando de configuración que se quiera activar en la base 
de datos. 
 
Activar auto backup: 
RMAN> CONFIGURE CONTROLFILE AUTOBACKUP ON; 
Desactivar auto backup: 
RMAN> CONFIGURE CONTROLFILE AUTOBACKUP OFF; 
 
3.2.5. Ejemplo #5 Creación De Backup 
 
Un BAKUP es una copia de respaldo realizada a la información original, con el fin 
de disponer de esta en caso de tener que realizar recuperación de la 
información. 
 





$ rman target / catalog rman/rman@rman 
Paso 2: Ejecutar sentencia específica para realizar el Backup deseado. 
Whole Database Backup 
RMAN> backup as copy database spfile plus archivelog; 
Full Backups 
RMAN> backup database spfile plus archivelog; 
Backup incremental de nivel 0 
RMAN> backup incremental level 0 tablespace users; 
Backup incremental diferencial 
RMAN> backup incremental level 1 tablespace users; 
Backup incremental acumulativo 
RMAN> backup incremental level 1 cumulative tablespace users; 
 
Paso 3: Comprimir backups 
RMAN> backup as compressed backupset format '/ubicacion/ 
rman_%d_s%_t%_%p.bkupset' tablespace users; 
RMAN> backup as compressed backupset users; 
 
Paso 4: Borrar los backups obsoletos. 
RMAN> configue retention policy to recovery window of 1 days; 
RMAN> delete obsolete; 
 
Paso 5: Borrar todos los backups. 
RMAN> delete backup; 
 
Otros tipos de backups 
RMAN> backup database 





RMAN> backup tablespace tbs_name 
Backup de un usuario 
RMAN> backup user username; 
Nota: Para listar los backups realizados, utilice el comando: RMAN> list backup; 
 
3.2.6. Ejemplo #6 Recuperar Un Control File 
 
Recuperar desde un autobackup 
RMAN> restore controlfile from autobackup; 
Recuperar desde un backup específico: 
RMAN> restore controlfile from '/dir_backup/name'; 
Recuperar desde el backup mas reciente: 
RMAN> restore controlfile; 
Nota: Para estos ejemplos se requiere tener configurado el catálogo de 
recuperación o el FRA (Flash Recovery Área) como se realizó en la presentación 
de EJEMPLO BASICO CON RMAN. 
 
3.2.7. Ejemplo #7 Recuperación Con RMAN 
 
Nota: Para el ejemplo se parte desde un whole database backup y se ha borrado 
toda la base de datos. La base de datos debe estar en modo nomount para 
realizar la recuperación. 
 
Paso 1: Conectarse a la base de datos. 
$ sqlplus /nolog 
SQL> connect /as sysdba 
 
Paso 2: Detener la base de datos y subirla en modo nomount. 
SQL> shutdown abort; 





Paso 3: Recuperar la base de datos. 
RMAN> restore database; 
RMAN> recover database 
 
Paso 4: Abrir la base de datos y abrirla con un resetlogs. 
SQL> alter database mount; 
SQL> alter database open resetlogs; 
 
Paso 5: Recuperar los control file. 
$ rman target/ catalog  rman/rman@rman 
RMAN> restore controlfile; 
 
3.2.8.  Generales Para Recuperar La Base De Datos 
 
RMAN> restore database; 
RMAN> recover database; 
Comandos a tener en cuenta para la recuperación: 
recover database until cancel 
recover database until time '2004-03-21:22:59:04' 
recover database until change 123456 
 
3.2.9. Comandos A Tener En Cuenta Para La Recuperación 
 
recover datafile 'filename' until cancel 
recover datafile 'filename' until time '2004-03-21:22:59:04' 
recover datafile 'filename' until change 123456 
recover tablespace ts_name until cancel 





recover tablespace ts_name until change 123456 




Los ejemplos realizados en este tutor fueron ejecutados bajo las siguientes 
condiciones: 
 Sistema Operativo Oracle – Linux 6. 


























Con este tutor se dio conocer los diferentes tipos de comando y técnicas para 
realizar la configuración de las herramientas con las cuales se realiza copias de 
seguridad y recuperación de bases de datos. 
Se Identificaron los diferentes escenarios en donde las herramientas de 
recuperación podrá ayudar a solucionar problemas de perdida de información en 
las bases de dato ORACLE. 
Se Contribuyó con la construcción de herramientas de apoyo de aprendizaje 


























 Documentación Oficial Diplomado Oracle. Oracle Database 11g, Edition 
2.0. Configuring for Recoverability. 
 
 Documentación Oficial Diplomado Oracle. Oracle Database 11g, Edition 
2.0. Using the RMAN Recovery Catalog. 
 
 Documentación Oficial Diplomado Oracle. Oracle Database 11g, Edition 
2.0. Configuring Backup Settings. 
 
 Documentación Oficial Diplomado Oracle. Oracle Database 11g, Edition 
2.0. Creating Backups with RMAN. 
 
 Documentación Oficial Diplomado Oracle. Oracle Database 11g, Edition 
2.0. Restore and Recovery Task. 
 
 Documentación Oficial Diplomado Oracle. Oracle Database 11g, Edition 















 ORACLE SGA, desde el sitio web: 
http://edwinsaldanaabd.blogspot.com/2010/03/que-es-un-sga-oracle.html 
 













 Como hacer un catálogo de recuperación, desde el sitio web: 
http://www.ora-600.es/br-catalogo 
 




 Repositorio RMAM, desde el sitio web: 
http://repositorio.cisc.ug.edu.ec/bitstream/123/239/1/Tesis.pdf 
 
 Linux, desde el sitio web: 
http://www.monografias.com/trabajos/solinux/solinux.shtml 
 
 ORACLE, desde el sitio web: 
http://www.oracle.com/index.html 
 
 Monografía ORACLE, desde el sitio web: 
http://www.monografias.com/trabajos25/oracle/oracle.shtml 
 




 Cuadernia, desde el sitio web: 
http://cuadernia.educa.jccm.es/ 
 
 Artículo “Cuadernia aplicación y usos práctico de cuadernos digitales 






















 Guía rápida para RMAN – Backup de bases de datos, desde el sitio web: 
http://www.orasite.com/backup-de-base-de-datos/guia-rapida-para-rman 
 
 Oracle Scripts, Tips and Tricks, desde el sitio web: 
http://luxeandoubuntu.blogspot.com/2011/04/creando-el-catalogo-de-
recuperacion-de.html 
 
