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VADAS 
 
XXI – imame amžiuje sunku 
sivaizduoti civilizuoto žmogaus gyvenim be interneto. Internetas 
tampa b	tinybe ir kuo toliau, tuo labiau mes nuo jo esame priklausomi. Jau dabar turime šaldytuvus, kurie 
automatiškai sugeba užsakyti prekes internetu. Viskas yra gerai, jei m	s 
renginiai yra stacionar	s ir jie 
nejuda kartu su mumis, taiau žmogaus poreikiams augant reikalingas visada geras, saugus ir patikimas 
interneto ryšys. Tuo tikslu žmons sugalvojo beviel
 interneto ryš
. 
Bevielis internetas (WiFi) tampa kasdienybe m	s gyvenime. Kuo toliau tuo daugiau išmanij 
telefon turi integruotus WiFi adapterius ir vis dažniau si	loma naudotis bevielio interneto ryšiu. Viso šito 
privalumas akivaizdus - mes turime pig greit ir saug ryš
. 
Temos aktualumas pasireiškia tuo, kad dabartiniu momentu yra sukurta daug prieigos tašk 
paieškos sistem, taiau šios sistemos „nemoka“ automatiškai susirasti bei prisijungti prie tinkamiausio 
prieigos taško. Pagrindin egzistuojani sistem problema ta, kad prisijungimas prie prieigos tašk buvo 
labai skirtingas, dl šios priežasties ir nebuvo galimybi kurti „proting“ prisijungimo sistem. Taiau 
rinkoje spariai daugja prieigos tašk, prie kuri galima prisijungti naudojant tik vienintel
 vartotojo 
vard ir slaptažod
, todl atsirado patraukli galimyb kurti automatin prieigos tašk paieškos sistem. 
Kita egzistuojani sistem problema ta, kad nra aišku, kokiu b	du kursime automatin 
paieškos sistem. Vienas paprasiausi ir lengviausi b	d b	t periodiškai ieškoti prieigos tašk (AP), ir 
prisijungti prie stipriausi ryš
 turinio AP. Bet Symbian SDK (Software Development Kit) pateiktoje 
dokumentacijoje parašyta, kad pastovus prieigos tašk ieškojimas reikalauja dideli energetini telefono 
resurs, todl maitinimo elementas nepakrautas buds labai trumpai. Tai yra labai didelis tr	kumas, 
kadangi nordami turti pastov internet greit iškrautume savo telefon ir išvis prarastume ryš
.  
Taigi, kuriant automatin AP paieškos sistem, reikia skirti didel
 dmes
 telefono energetiniams 
resursams išsaugoti. Dl šios priežasties, reiks suprojektuoti proting prieigos tašk valdymo sistem, 
kuri b	t tiek „protinga“ ir ieškot AP tada, kai to tikrai reikia.  
Tyrimo objektas – tarp WiFi adapteri ir išmanij telefon pastovaus ryšio išlaikymas. 
Tyrimo tikslas – sukurti programin 
rang, kuri turt galimyb automatiškai surasti aplinkoje 
esanius prieigos taškus, naudot kiek 
manoma mažiau energetini telefono resurs bei teikt 
prisijungimo galimyb.  
Tyrimo problema – pastovaus bevielio interneto ryšio judaniuose objektuose stoka ir greitai 
išsenkantys telefono energetiniai resursai.  
Tyrimo uždaviniai: 
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1. Apžvelgti veikianias programins 
rangos sistemas, kurios sugeba prisijungti prie prieigos 
tašk, identifikuoti j problemas. 
2. Padaryti „proting“ automatinio prisijungimo sistem, kuri automatiškai nieko nežinant 
vartotojui susirast ir prisijungt prie vis nauj prieigos tašk. 
3. Pademonstruoti programos veikimo galimybes. 
Darbas sudarytas iš keturi dali.  
Bevielio interneto paieškos sistem analiz. Aprašoma tyrimo sritis, objektas bei remiantis 
literat	ros analize atskleidžiamas, per esamas bevielio interneto prieigos tašk paieškos sistem 
problemas, temos aktualumas.  
Projektavimas. Ši dalis apima komponent projektavim bei programavim. Projektavimui 
naudojama UML, Visio ir FuzzyTech 
rankiai. Šioje dalyje yra pavaizduotos komponent klasi, 
vyki 
bei sek diagramos, pateikta duomen bazs schema bei miglotj 
veri diagramos. 
Eksperimentinis tyrimas. Naujai sukurtos „HandyWi“ sistemos kokybini tyrimo duomen 
palyginimas su analogiškomis rinkoje funkcionuojaniomis sistemomis.  
Išvados. Šioje dalyje pateikta apibendrinta informacija apie sukurt bevielio interneto prieigos 
tašk paieškos sistemos funkcionalum ir išskirtinum bei tolimesnes jos pltojimo galimybes.  
Tyrimo metodika: 
 mokslins literat	ros analiz; 
 publikacij ir pranešim analiz. 
Darbo rezultatas – sukurtos bevielio interneto prieigos tašk valdymo sistemos reikšm jos 
vartotojams. Rezultat palyginimas. 
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1. BEVIELIO INTERNETO PAIEŠKOS SISTEM ANALIZ  
 
1.1 TYRIMO SRITIS, OBJEKTAS IR PROBLEMA 
 
Pagrindinis darbo tikslas – sukurti veiksming programin rang, kurios pagalba bt galima 
automatiškai prisijunginti prie aplinkoje išsidsiusi bevielio interneto prieigos tašk ir 
pademonstruoti programos veikim Symbian 9.x OS telefonams. Taigi, šio darbo tyrimo sritis apims 
bevielio interneto prieigos tašk paieškos sistemos krimo galimybes.  
WiFi – bevielio ryšio technologija, skirta 
renginiams naudojantiems plaiajuost
 radijo ryš
. Per 
prieigos taškus (angl. hotspot) WiFi naudojamas mobili ir stacionari 
rengini prieigai prie interneto, 
internetinei balso telefonijai, žaidimams, taip pat duomen tarp 
vairi elektronini prietais (DVD 
grotuv, televizori, vaizdo kamer) mainams. Ši technologija remiasi IEEE 802.11 standartu. 
Nuo technologijos suk	rimo 1997 m. WiFi palaikymas 
diegtas populiariausiose operacinse 
sistemose, bevielio ryšio 
ranga komplektuojama daugelyje šiuolaikini nešiojam bei delnini 
kompiuteri, taip pat mobiliuose telefonuose. WiFi prieigos taškai dažnai 
rengiami degalinse, 
restoranuose ir kitose viešose vietose[1].  
Kiekvien dien vis daugja vartotoj, turini galimyb prisijungti prie prieigos tašk. Augant 
rinkai vis labiau domimasi, kaip ir kur b	t galima pakeisti korinius tinklus, kadangi korini tinkl, kurie 
kartais vadinami 2,5G tinklais, duomen perdavimo sparta skaiiuojama dešimtimis kb/s, o WLAN - 
Mb/s. 
Su WiFi - bevielio greitaeigio kompiuterinio tinklo technologija, galima greitai sukurti 
infrastrukt	r mobilaus interneto ryšiui teikti. Teritorija, kur yra 
diegta WiFi infrastrukt	ra (ryšio zona) 
vadinama hotspot. HotSpot'e galima naudotis greitaeigiu interneto ryšiu bevieliu b	du - nenaudojant joki 
laid, telefono linij ar modemo. Dl paprasto ir pigaus bevielio tinklo technologijos vis dagiau garsi 
firm galvoja apie tai, kaip apjungti WiFi tinklus. Pavyzdžiui, kompanija „Truphone“, kuri nukreipia 
mobilij telefon skambuius per internet, ženkliai sumažindama j kain, 
k	rjas James Tagg tvirtina, 
kad Didžiojoje Britanijoje šiuo metu egzistuoja daugiau nei 5 mln. WiFi prieigos tašk, taigi ši belaid 
technologija tampa vis labiau prieinama vartotojams[2]. Labai patrauklus „Truphone“ kompanijos 
si	lomos skambui sistemos aspektas yra tas, kad skambuiai yra slyginai „nemokami“ paslaugos 
tiekjams, kuriems nereikia mokti nacionaliniams tinklams už skambuio perdavim. 
Mobiliojo telefono naudojimas „VoIP“ skambuiams populiarus ne tik Europoje, bet ir JAV, kur 
WiFi pltojamas ne mažiau. Vienintele visuotinio tokio tipo paslaug taikymo kli	timi yra laikomas 
sudtingas 
diegimas, dl ko šios paslaugos dar nra prieinamos visiems vartotojams[2]. James Tagg 
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paminjo vien iš šiame darbe sprendžiam problem tai, kad yra sudtinga diegti toki sistem, kuri 
gebt prisijungti vis prie reikiamo prieigos taško. O problema iškyla, todl, kad WiFi stotels yra 
pasiekiamos maždaug tik 100 metr atstumu. Dl šios priežasties sistema turi dažnai persijunginti prie 
kit prieigos tašk, o dažnas persijunginjimas reikalauja dideli energetini mobilaus renginio 
resurs. 
Taigi pagrindin darbo problema – išlaikyti pastov bevielio interneto ryš judaniuose 
išmaniuosiuose telefonuose ir išsprsti ši telefon energetini resurs problem. Tai yra ne tik 
užtikrinti pastov internet kiek tai yra 
manoma, bet ir prailginti telefono elemento budjimo laik. 
Problemos sprendimai bus pademonstruoti ant Symbian treiosios kartos (platformos Series 60) 
operacins sistemos telefon. 
P. Sharmos grup pasi	l 
 mobiliuosius prietaisus 
diegti programin 
rang, kuri „jaust“ šalia 
(pvz., vieno traukinio vagono) esanius „savus“ prietaisus ir iš j sukurt WiFi tinkl [3]. Kuriamos 
sistemos tikslas ir yra atpažinti „savus“ tai yra FON prieigos taškus, bei prie j sugebti prisijungti 
automatiškai. Pirmame paveiksle pavaizduota supaprastinta situacija. 
 
1 pav. Prieigos tašk diagrama 
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Skirtingomis spalvomis pateikti prieigos taškai demonstruoja j 
vairov pagal prisijungimo 
galimybes. Dl didels prieigos tašk gausos yra keblu sukurti automatin prieigos tašk paieškos ir 
prisijungimo sistem, kadangi kiekvienas prieigos taškas turi tik jam b	ding prisijungimo strategij. 
Taiau ispan kompanija „FON Community“ (www.fon.com), pasitelkusi 
 pagalb tokius gigantus, kaip 
„Google“ (www.google.com)  ir „Skype“ (www.skype.com),  nusprend sukurti ir išleisti 
 rink labai daug 
vienos r	šies prieigos tašk. Šie prieigos taškai vadinami FON vardu. Tarkime, kad, 1 paveiksle mlyni 
prieigos taškai yra FON r	šies prieigos taškai, raudoni TEO Zebra prieigos taškai, o žali visi kiti lik 
prieigos taškai. Kuriama programin 
ranga „moks“ automatiškai prisijunginti tik prie FON tipo 
prieigos tašk. 
 
1.2 PASAULINIO LYGIO ANALOGIŠK SISTEM LYGINAMOJI ANALIZ 
 
Analogišk sistem lyginamoji analiz leidžia suprasti kas jau padaryta, ko tr	ksta esamosiose 
sistemose, kokie ši sistem privalumai bei trukumai. Analiz taip pat pads nusprsti, kaip turt atrodyti 
kuriamos sistemos vartotojo ssaja. 
 
1.2.1 Hotspot Finder 
„HotSpot Finder“ tai programa, kuri leidžia vartotojui, bet kada susirasti šalia jo esanius 
prieigos taškus ir prisijungti prie j. Programos interfeisas gražiai padarytas, be to programa gali dirbti ir 
paslptuoju ržimu. „HotSpot Finder“ vartotojui pranešinja, kada jis priarts prie kokio nors prieigos 
taško. Didžiausias šios programins 
rangos trkumas tas, kad prisijungimas prie prieigos tašk yra 
rankinis. Be to, prieigos tašk paieška atliekama pastoviai, arba tam tikru periodu. Vartotojui prisijungus 
prie prieigos taško, sistema toliau atlikinja paiešk nustatytu periodu. Ši sistema veikia treiosios kartos 
Symbian operacinje sistemoje[12]. Taigi ši programa turi automatin prieigos tašk paieškos sistem, 
taiau programa veikia periodiškai, neatsižvelgdama 
 tai, ar tikrai yra b	tina pakartotinai ieškoti prieigos 
taškus; tai didžiausias tr	kumas, kadangi nra taupomi išmaniojo telefono resursai. Be to, periodinis 
prieigos tašk ieškojimas neužtikrina pastovaus interneto. 

2 pav. Programos Hotspot Finder pagrindiniai langai
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
1.2.2 Hitchhiker 
“Hitchhiker“ tai programa, kuri leidžia vartotojui prisijungti prie „Pocket PC“ bevielio interneto. 
Ši programa labai paprasta ir nenaudoja jokio automatizavimo; tiesiog visas valdymas atliekamas paties 
programins 
rangos vartotojo. Tai, labai didelis nepatogumas ir tr	kumas. Be to, ši sistema dirba tik 
„Windows CE“ operacinje sistemoje[4]. 
     
3 pav. Programos Hitchhiker pagrindiniai langai 
 
1.2.3 FON WiFi  
FON WiFi - tai programa, kuri nutaikyta 
 FON prieigos taškus. Projektas labai rimtas ir 
konkurencingas. Sistema gali prisijungti skmingai ir prie kit (tai yra ne FON) prieigos tašk, taiau 
automatinis prisijungimas palaikomas tik su FON AP. Be to, programin 
ranga taip pat palaiko treios 
kartos Symbian OS. 
 
4 pav. Programos FON WiFi pagrindiniai langai 
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Be vis teigiam savybi, ši programin 
ranga turi taip pat galimyb prisijunginti prie prieigos 
tašk automatiniu b	du. Taiau, bandant ši sistem pastebta, kad prieigos tašk paieška sistemoje 
vyksta periodiškai. Tai yra tr	kumas, kadangi, jei vartotojas yra prisijungs prie „labai stipraus“ prieigos 
taško, jis visai nesitiki, kad programin 
ranga prads ieškoti kit prieigos tašk ir tokiu b	du naudos 
veltui telefono ir elemento resursus. [5] Šiame darbe tai bus pagrindin vieta, 
 kuri bus atkreipiamas 
didžiausias dmesys. Kuriamai programinei 
rangai reikia 
diegti „proting“ bevieli prieigos tašk 
sistem, kadangi, kaip buvo minta AP paieška reikalauja didžiausi elemento ištekli. 
 

 
5 pav. Programos jungimosi langai 
 
1.2.4 Nokia 6301 
Didžiausia mobilij telefon gamintoja pasaulyje suomi kompanija "Nokia" pristat nauj 

rengin
, kurio pagalba skambinti galima bus ne tik naudojantis GSM tinklu, bet ir internetu. 
Mobilij telefon gamintoja savo pranešime teigia, kad modelis 6301 sukurtas taikant UMA 
(unlicensed mobile accsess) technologij. Ji aparato vartotojui leidžia naudotis ir tradiciniu GSM 
tinklu, ir prisijungti prie bevielio interneto. Pasak gamintoj, tokiu b	du sujungiami antžeminio ir 
mobiliojo ryšio privalumai, o vartotojai gals išvengti mobiliojo ryšio operatori mokesi. [6] 
Pasak Bloomberg naujien agent	ros, naujasis "Nokia" gaminys pasiekti turt Europos 
vartotojus dar iki met pabaigos, todl dabar nuosekliau 
vertinti ši technologij dar sudtinga.   
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1.2.5 Program lyginamoji analiz 
Pirmoje lentelje pateikta prieigos tašk paieškos sistem lyginamoji analiz, iš kurios matosi, 
kad rinkoje tr	ksta automatinio prieigos tašk paieškos sistem. Esamos nepasižymi pilnu valdymo 
patogumu, neturi „išmanumo“ galimybs, tai yra, taupant mobiliojo telefono energetinius resursus, 
susirasti prieigos taškus tik tada, kai tai b	tina. Programos buvo vertinamos keltos inžinieri: Valdemaro 
Jasaiio; Lino Malduio ir Mindaugo Stonio. Kiekvienas inžinierius užpild pirmj lentel. Šioje 
lentelje (1 lentel) pateikta bendra inžinieri nuomon. 
 
1 lentel. Program analiz 
                 Programos 
Kriterijai 
Hotspot Finder 
 
Hitchhiker FON WiFi 
Valdymo patogumas. 
(Dešimties bal vertinimo sistemoje) 
 
8 
 
9 
 
10 
Automatinis prisijungimas Nra Nra Yra 
Darbas foniniame režime Yra Yra Yra 
„Protinga“ paieška Nra Nra Nra 
 
Toliau bus apžvelgiami 
vair	s, literat	roje minimi, metodai, kuri pagalba galima sukurti 
„proting“ programin 
rang, kuri sugebt išlaikyti pastov interneto ryš
 judaniuose objektuose ir  
taupyt telefono resursus. 
 
1.3 LITERAT
ROS ŠALTINIUOSE PATEIKT SPRENDIM PROBLEMAI SPRSTI 
LYGINAMOJI ANALIZ 
 
1.3.1 Objekt ar proces valdymas 
Valdymo sistema yra vadinama informacijos apdorojimo algoritm ir priemoni jiems realizuoti 
visuma, skirta užduotam valdymo tikslui pasiekti. Valdymu suprantame tikslin
 poveik
, dl kurio objektas 
pereina 
 reikalaujam b	sen. Valdomu objektu gali b	ti 
vairios stakls, kontrols matavimo aparat	ra, 
technologiniai procesai, lanksios gamybins sistemos [7]. Valdymo sistemos strukt	ra grafiškai 
pavaizduota blokine schema, j galima detalizuoti skirtingais lygmenimis. Labiausiai apibendrinta 
automatinio valdymo sistemos strukt	rin schema pavaizduota 6 paveiksle. 
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6 pav. Objekto valdymo sistema 
 
Teorija si	lo[8], kad valdant objekt ir formuojant poveik
   (6 paveikslas), reikt išryškinti 
valdymo paklaid  
)()(1 tKtu p  integruoti pagal laik  dttKtu I )()(2   ir pridti kitimo tendencijos išraišk  
dt
td
Ktu
S
)(
)(3

   (1) 
Valdiklyje gali b	ti realizuoti labai 
vair	s valdymo algoritmai. Vienas iš j yra PID valdymo 
algoritmas. Tokio reguliatoriaus 
jimo signalas )(tu pagal paklaidos signal )(t apskaiiuojamas taip[8]: 
)()()()( 321 tutututu  , tai yra 
dt
td
KdttKtKtu S
I
p
)(
)()()(

   ;  (2) 
ia KP, KI ir KS tam tikro didumo proporcingumo koeficientai. Ši koeficient reikšms priklauso 
nuo objekto savybi bei nuo valdymo tiksl. Taiau šis si	lomas valdymo modelis netinka, kadangi šiame 
darbe nekuriame konkretaus valdiklio, o tiesiog naudojams IEEE 802.11g standarto bevielio ryšio 
 
Objektas 
 
Valdiklis 
KP KJ KS 
Parametrai 
  
£
£
 
 – Laukiama/pageidaujama objekto reakcija 
£ -  reakcija 
 -  realios reakcijos nesutapimai 
Kad valdomasis objektas elgtsi taip, kaip norime, 
reikt, kad   kitimo prasm artt prie nulio. 
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renginiu. Darbo uždavinys yra, kiek 
manoma sumažint prieigos tašk paiešk ir, žinoma, užtikrinti 
pastov ryš
, nekeiiant IEEE 80211g 
renginio charakteristik. 
 
1.3.2 Miglotasis valdymas 
Kalbdami apie miglotsias sistemas, pirmiausia susiduriame su terminais tradicin aib ir 
miglotoji aib. Miglotoji aibi teorija yra apibendrinta klasikine logini aibi teorija, taiau ia objekto 
priklausomybs laipsnis aibje nra apibržtas sveikaisiais skaiiais 0 (objektas aibei nepriklauso) ir 1 
(objektas aibei priklauso), bet gali b	ti, bet kuris skaiius iš intervalo [0,1]. Miglotj aibi teorijos 
pradininku laikomas L. A. Zadehas, kuris pirmasis 1965 m. apraš tos teorijos pagrindus.[9] 1974 m. 
E. Mamdani ir jo vadovaujama tyrintoj grup pirmieji pritaik miglotj logik procesams valdyti, o 
1979 m. tai buvo panaudota energetikos problemoms sprsti. Dabar miglotosios valdymo sistemos plaiai 
naudojamos 
vairiems sudtingiems procesams valdyti rizikos valdyme, elektros energetikoje, laiv 
navigacijoje, cemento gamyboje ir daugelyje kit srii. 
Miglotojo valdymo metodai paremti miglotomis aibmis bei veiksmais su jomis. Dabar gana 
plaiai taikomos dvi miglotojo valdymo sistemos: Mamdani ir Sugeno. Miglotosios logikos sistemas 
(FLS) apib	dina miglotosios aibs (angl. Fuzzy sets) ir miglotieji ryšiai (angl. Fuzzy relations). FLS yra 
taisyklmis pagr
stos sistemos, naudojamos netiesiniam ryšiui tarp sistemos 
jimo ir išjimo erdvi 
sudaryti. Vienas svarbiausi miglotosios logikos element yra lingvistiniai kintamieji, kurie sudaromi iš 
vienas kit dengiani miglot aibi, fizikine prasme apib	dinani t kintamj
 [10]. 
Tarp 
jimo ir išjimo yra „Taisykli rinkinys“, kuris ir sprendžia problem. „Taisykli 
rinkinyje“ gali b	ti ir miglotosios logikos, tiesins, ekspertins sistemos, neuroniniai tinklai, 
diferencialins lygtys, daugiamats lentels ir t. t. [11]. 
Miglotoji aib – tai išplstoji klasikin aib. Jei X yra 
jimo erdv, o x – tos erdvs elementai, tai 
miglotoji aib A erdvje X: 
 XxxxA A  )(,	 ;   (3) 
ia A – x priklausomybs aibei A tikrumo funkcija (7 pav.). 
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7 pav. Priklausomybs aibei A tikrumo funkcija 
 
jimo erdvs intervale [a, b] priklausomybs funkcija 
gauna nenulin vert. 7 pav. pateikta 
priklausomybs funkcija yra trikampio formos. Taiau ji gali b	ti ir trapecijos, Gauso skirstinio, varpo ar 
kitos formos. Lingvistins IF..., THAN... taisykls yra naudojamos slyginms formuluotms sudaryti 
(pvz., jei x yra A, tuomet y yra B), kur A ir B yra lingvistiniai 
veriai, o x priklauso miglotai aibei X, y – 
miglotajai aibei Y. Pirmoji taisykls „jei x yra A, tuomet y yra B“ dalis vadinama prielaida, antroji – 
pasekm arba išvada. [11]. Taisykls yra sudaromos naudojantis ekspert patirtimi ir žiniomis. Taisyklse 
gali b	ti naudojamos taip pat logins operacijos arba ir ne. Operacija ir (aibi sjunga) realizuojama 
naudojant min (minimizavimo) funkcij, operacija arba (aibi sankirta) – naudojant max 
(maksimizavimo) funkcij, o operacija ne a (aibs paneigimas) – naudojant 1-a.  
Mamdani tipo sistemose išvados miglotos, ir j miglotsias aibes daro iš 
jim miglotj aibi 
agregavimo operatorius, t. y. vis taisykli logini teigini darinys 
 Mamdani miglotj išvad, o 
pastaroji yra determinuojama 
 konkret dyd
. Š
 išvad darymo metod 1975 m. pasi	l E. H. Mamdani 
[9].  
Sugeno išvada taip pat yra miglota, joje kiekvienos taisykls teiginys yra vis 
jim tiesinis 
darinys, o išjimai - vis taisykli teigini tiesinis darinys. Š
 metod 1985 m. pasi	l M. Sugenas. 
Pagrindinis Sugeno ir Mamdani išvad skirtumas tas, kad Sugeno išvados priklausomumo funkcijos yra 
arba tiesins 
jim priklausomumo funkcij atžvilgiu arba pastovios. Sugeno miglotoji sistema yra 
kompaktiškesn ir skaiiavimo prasme efektyvesn už Mamdani sistem, ji gerai tinka adaptyviems 
modeliams sudaryti ir netiesinms sistemoms modeliuoti. Mamdani sistema turi kit privalum. Ji yra 
labiau intuityvi, geriau tinka žmogaus teikiamiems duomenims, plaiai taikoma praktikoje [9]. 
Sprendinys arba išvada gaunama išjim lingvistini kintamj priklausomumo funkcij 
pavidalu. Konkretiems išjim dydžiams gauti Mamdani miglotoji sistema paprastai naudoja svorio centro 
(centroid) arba maksimumo vidurio metodus. Svorio centro metodas yra labiausiai paplits. ia 
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sprendinys yra išjim miglotosios aibs priklausomumo funkcijos svorio centras. Maksimumo vidurio 
metodas taip pat dažnai taikomas praktikoje dl j paprastesnio skaiiavimo. Sugenas miglotosiose 
sistemose naudoja pasvert vidurki ir pasvert sum metodus. Miglotieji valdikliai iš esms priklauso 
aiškioms valdymo sistem klasms ta prasme, kad konkreius 
jim kintamuosius dydžius atitinkamai 
transformuoja 
 konkreius išjimus. Šio tipo miglotoji sistema bendru atveju yra netiesin beinercin 
sistema. 
 
1.3.2.1 Miglotosios valdymo sistemos 
Miglotojo valdymo sistemos, labiausiai tinka tada, kai miglotumas yra paiame valdomajame 

taise. Todl miglotosios sistemos gali b	ti tada kai, net neaiškus pats valdymo objektas. Miglotosios 
valdymo sistemos, panašiai, kaip ir klasikins, skirstomos 
 šias: 
1. Gr
žtamojo ryšio valdymo sistemas, kai valdymo poveikis u valdomajam objektui 
apskaiiuojamas, atsižvelgiant 
 valdymo paklaid e, kuri yra valdomo objekto išjim ir užduoties dydži 
skirtumas (8 pav.). 
2. Tiesioginio valdymo sistemos, kai valdomo objekto išjim dydis y neturi jokios 
takos 
apskaiiuojant valdymo poveik
 u (9 pav.)[12]. 
 
8 pav. Valdymo sistema su gr
žtamuoju ryšiu 
 
ia  – sumatorius, FR – miglotasis (fuzzy) reguliatorius, e = y* -y – valdymo paklaida, y* – 
užduotis, y – valdymo objekto išjim dydis, t. y. reguliuojamas arba valdomas dydis, u – valdymo dydis 
arba valdymo signalas. [9] 
  Miglotasis 
reguliatorius 
FR 
       Valdymo 
objektas 
    - 1 
e u y 
y* 
- y  
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9 pav. Tiesioginio valdymo sistema 
 
ia: y* – užduotis, y – valdomo objekto išjimo dydis, u – valdymo dydis 
Bendru atveju valdomas objektas gali turti daug 
jim ir išjim, todl dydžiai e, u ir y yra 
vektoriai. ia 8 ir 9 paveiksluose keturkampiai vaizduoja sistemos atskiras dalis, pvz. reguliatori, 
valdymo objekt ir t. t., o rodykls rodo kintamj dydži arba signal veikimo krypt
. Tiesioginio 
valdymo sistemos naudojamos tada, kai sryšis tarp valdomo objekto 
jim u ir išjim y yra gerai 
žinomas ir kai objekto išjimus neveikia vidiniai ir išoriniai trikdžiai. J privalumas tas, kad jos yra 
stabilesns už gr
žtamojo ryšio valdymo sistemas, t. y. j išjim dydis neturi polinkio švytuoti arba 
stipriai nukrypti 
 kuri nors pus. O gr
žtamojo ryšio valdymo sistem privalumas tas, kad gr
žtamasis 
ryšys sumažina visos valdymo sistemos jautrum išoriniams bei vidiniams trikdžiams, jeigu reguliatoriaus 
strukt	ra ir parametrai tinkamai parinkti. Sudtingose valdymo sistemose gr
žtamasis ryšys kai kada 
naudojamas kartu su tiesioginiu valdymu. Yra daug galim ši dviej valdymo princip panaudojimo 
b	d, taiau dažniausiai naudojamas valdymo signal sumavimas. Tai gana paprastas ir efektyvus dviej 
valdymo princip panaudojimo b	das. 
Pagrindin valdymo, taikant miglotj logik, teigiamyb – galimyb valdyti sudtingas sistemas, 
panaudojant žmogiškj patirt
 ir prot, nedalyvaujant žmogui. Žinios panaudotos sukurti tokiam 
reguliatoriui, kuris valdo sistem taip, kaip pats geriausias operatorius. Miglotosios logikos reguliatoriaus 
modelis yra panašus 
 kitus tradicini reguliatori modelius, taiau išsiskiria iš vis kit savo 
jimo ir 
išjimo parametr aprašymo strukt	ra, taip pat ir paiu 
jim transformavimo 
 išjimus (sprendinio 
primimo) procesu. 10 pav. pateikta proceso valdymo sistema ir miglotosios logikos reguliatoriaus 
architekt	ros modelis. 
y* u y Miglotasis 
reguliatorius 
FR 
Valdymo objektas 
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10 pav. Proceso valdymo sistema ir miglotosios logikos reguliatoriaus architekt	ros modelis 
 
Reguliatori sudaro: 
Taisykli baz (angl. rule base) yra „Jei..., Tada...“ (angl. If...– Then...) taisykli rinkinys. 
Taisykls pagr
stos ekspert patarimais, kaip tinkamai valdyti sistem. Logini išvad mechanizmas 
(angl. inference mechanism) išrenka, kurios taisykls yra tinkamiausios, ir jas pritaiko. 
Miglotuvo ssaja (angl. fuzzification interface) reguliatoriaus 
jimo signalus pakeiia taip, kad 
logini išvad mechanizmas galt suaktyvinti ir pritaikyti logines taisykles. 
Determinatoriaus ssaja (angl. defuzzification interface) keiia logines išvadas 
 valdomojo 
proceso 
jimo signal. 
 
1.3.2.2 Miglotosios pateikties priemons ekspertui 
Sprendžiant 
vairius projektavimo, planavimo, pirkimo, pardavimo ir valdymo uždavinius, tenka 
sprsti daugiakriterinius analizs ir vertinimo uždavinius. Šiam tikslui dažnai naudojami trys ekspertiniai 
metodai: porini palyginim, Pareto ir miglotj aibi metodai. Porini palyginim metodas vartotojui 
lengviausiai suprantamas. Taikydamas š
 metod, ekspertas privalo paeiliui palyginti dvi alternatyvas ir 
nusprsti, kiek viena alternatyva yra geresn už kit. Aišku, galimas ir atsakymas „Nežinau“. Pavyzdys, 
V. Šaltenio ir G. Dzemydos [9] sprendim primimo paramos programinje priemonje realizuotas 
paprastj palyginim metodas, kai ekspertas turi pasakyti, kuri alternatyva geresn arba „nežinau“. Yra 
pasi	lyta nemažai metod, skirt Pareto sprendini aibs arba jos dalies radimui. Taikant daugum 
metod, uždavinys yra optimizuoti vien funkcij. Minta programin priemon padaryta taip, kad 
ekspertas, keisdamas kriterij svorius wj (j=1,k), ia k – kriterij skaiius, gali stebti ne tik 
maksimizavimo rezultat rj, bet ir kit alternatyv, priklausani Pareto sprendini aibei, rikiuot. 
Porini palyginim ir Pareto paramos priemons remiasi tiksliais metodais. Miglotj dydži 
metodas yra artimas Pareto metodui, taiau leidžia ekspertui papildomai 
vertinti savo abejones. Šis 
metodas pagr
stas miglotj skaii, esant trikampei priklausomumo funkcijai savybmis. Kiekvienas 
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normuotas kriterijus Uj(Xi)=Uji išreiškiamas miglotuoju skaiiumi Lj(Xi)=Lji esant trikampei 
priklausomumo funkcijai. Miglotj dydži b	dingas vertes Lji
m
 (mažiausia), Ljiv (vidutin), Ljid 
(didžiausia) parenka ekspertai, atsižvelgdami 
 savo abejones. Reikia pažymti, kad visi normuoti kriterijai 
Uji yra intervale [0,1], o juos atitinkantys miglotieji dydžiai Lji yra intervale [0,10]. Programin priemon 
apskaiiuoja alternatyv dominavimo virš vis kit alternatyv matus di. Ši programin priemon 
pagelbsti ekspertui ir operuoja su miglotaisiais dydžiais, aprašaniais eksperto nuomon apie tiriamo 
objekto variantus arba alternatyvas. Pateikties priemon pateikia sprendim – atsakym ekspertui, 
remdamasi jo paties pateikta miglotja informacija apie vertinimo kriterij vertes nagrinjamoms 
alternatyvoms ir veiksmais su miglotaisiais skaiiais. Dažnai b	na keli ekspertai, todl ekspert nuomons 
gali skirtis ir tada pateikties priemon apskaiiuoja vidutin vertinant dalyvavusi ekspert nuomon.  
Rengiant 
vairius projektus, ekspertin pateikties priemon padeda ekspertams 
vertinti ruošiamo 
projekto variantus pagal daugel
 kiekybini ir kokybini kriterij. Pavyzdžiui, pagal projekto kain, 

gyvendinimo kain, eksploatacijos kain, patikimum, saugum, savistovum ir kita [9]. 
 
1.3.2.3 Miglotj sistem valdymo privalumai: 
1. Miglotj logik lengva suprasti, nes formuluojamos valdymo taisykls yra lingvistins.  
2. Galima operuoti netiksliais duomenimis.  
3. Ji suteikia daugiau alternatyv pasirenkant valdymo tikslus.  
4. Leidžia geriau 
vertinti diagnostikos simptom ir priežasi dviprasmiškumus.  
5. Miglotieji modeliai gali remtis ekspert sukauptomis žiniomis apie sistem, jo patirtimi ir netgi 
intuicija.  
6. Daugeliu atvej miglotieji valdymo modeliai papildo 
prastinius.  
Žinoma, miglotosios valdymo sistemos turi ir tr	kum – nra teoriškai apibržtas optimalus 
taisykli skaiius, nra aiškios metodikos, kaip pateikti turimas žinias ir patirt
 apie objekt ir valdymo 
sistem, miglotosios valdymo sistemos suderinimas užima nemažai laiko. 
Miglotojo valdymo sprendimo bdas, kaip tik bus tinkamas siekiant užtikrinti nuolatin 
interneto ryš išmaniajame telefone ir norint taupyti šio telefono energetinius resursus, kadangi 
kuriamoje sistemoje neturime konkrei 
veri. Darbo tikslas nra keisti ar perdaryti bevielio 
renginio 

tais. Sistemos tikslas yra valdyti proces, nesigilinant 
 bevielio 
renginio charakteristikas. Naudojant 
miglotj
 valdym bus galima apjungti žmogiškj patirt
, atsižvelgiant 
 ekspert si	lymus ir sukaupt 
bandym rezultatus. 
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1.4 ANALIZS METOD IR PRIEMONI PARINKIMAS BEI PROGRAMINS RANGOS 
ANALIZ 
 
Išnagrinjus esamas sistemas bei literat	roje si	lomus sprendimus toliau bus pateikiami kuriamos 
sistemos UML modeliai: 
1. Veiklos panaudojimo atvej modelis. 
2. Supaprastinta klasi analiz. 
UML modeliavimas naudojamas, kad geriau 
sigilinti ir suvokti vartotoj reikalavimus. 
Strukt	rinis projektavimas taikytinas, kai vykstantys procesai bus griežiau apibržti.  
 Veiklos panaudojimo atvej modelis 
Atsižvelgus 
 egzistuojanias sistemas bei 
 Symbian program k	rimo standartus nubraižomas 
veiklos panaudojimo atvej modelis.  
Vartotojas
Sesija
RankinisAutomatinis
FON AP Zebra AP Kiti AP
Neskminga autorizacija
Jungimasis prie WiFi
<<include>>
<<extend>>
 
11 pav. Veiklos panaudojimo atvej diagrama 
 
Diagramoje (11 pav.) aktoriumi pavaizduotas programins 
rangos vartotojas. Kuriama 
programin 
ranga neturi daugiau vartot grupi. Tai buvo nusprsta išnagrinjus egzistuojanias sistemas 
(jose visose buvo tik viena vartotoj grup). Be to, „Nokia“ 
diegia 
 telefonus programin 
rang, kuri 
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nra skirstoma 
 vartotoj grupes. Todl šiame darbe kuriama sistema taip pat turs tik vien - bendr 
vartotojo grup. 
 Supaprastinta klasi analizs diagrama 
Iš veiklos panaudojim atvej diagramos išskiriamos viena boundary ir keturis control tipo 
klass. Diagramoje (12 pav.) vaizduojamos šios klass. Tai supaprastintas modelis, kad paprasiau 
suprasti, kaip modeliuoti programin 
rang, kokios dalys turi didžiausi reikšm. 12 pav. pavaizduota 
boundary tipo klas vaizduoja vartotojo ssajos komponent, kuris atskirs vartotoj nuo viso valdymo 
mechanizmo. Kitos control klass demonstruoja svarbiausias kuriamos sistemos dalis, tai yra prieigos 
tašk suradimas automatiniu ir paprastu b	du bei WLAN tinklo suk	rimas. Visas šis modelis rodo, kad 
vartotojas prisijungins prie prieigos tašk per vartotojo ssajos komponent. Ši diagrama pads nustatyti 
kuriamos sistemos komponentus, bei sudaryti piln sistemos strukt	r. 
Vartotojas
Prisjungimo registracija
Vartotojo sasaja Automatin AP paieška
AP paieška
Prijungimas prie WiFi
 
12 pav. Supaprastinta klasi analizs diagrama 
 
Toliau pateikiamos 
rengini charakteristikos (telefon bei bevielio tinklo maršrutizatoriaus 
savybs), pademonstruotas sistemos sujungimas ir paruošimas darbui.  
Dauguma Symbian 9.x telefon turi integruotus WiFi 802.11b/g adapterius. Šie adapteriai 
palaiko WEP kodavim (64 ir 128 bit), WPA, 802.1x, SIP ir VoIP. Kuriama programin 
ranga turi ryš
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su prieigos taškais ir išmaniaisiais telefonais. Žemiau (13 pav.) pavaizduota keletas išmanij telefon. 
Visi telefonai turi Symbian operacin sistem su Series 60 platforma. 
 
13 pav. Nokia Series 60 platformos telefonai 
 
Toliau, 14 paveiksle parodytas FON maršrutizatorius Keletas technini duomen apie FON 
maršrutizatorius pateikti antroje lentelje. 
 
2 lentel. FON charakteristikos 
Modelis FON2100 
Standartas IEEE 802.3, IEEE 802.11B, IEEE 802.11G (54Mbit/s) 
Kanal skaiius 11 
Portai Interneto: One 10/100 RJ-45-Ethernet Port & one Power Port 
Bevielis WiFi Protected Access (WPA), WEP, WPA2 
Atestacijos FCC, IC-03, CE, WIFI (802.11b, 802.11g) WPA, WPA2 
 
 
14 pav. FON maršrutizatorius 
 
FON kompanija, savo maršrutizatoriui papildomai sugalvojo kelet „strategij“. Kai vartotojas 
užregistruoja savo maršrutizatori, jis turi galimyb pasirinkti dvi strategijas: „Linus“ arba „Bills“. 
Pasirinkus „Linus“ reiškia, kad norime dalintis internetu už dyk, bet už tai 
gyjama galimyb jungtis už 
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dyk prie, bet kurio pasaulyje esanio FON maršrutizatoriaus. Pasirinkus Bills strategij galime 
uždarbiauti, dalinant savo internet. 
Pateiktame 15 paveiksle sumodeliuota pilna tinklo strukt	r. Esm labai paprasta – interneto 
gavjas dalinasi savo internetu. FON tipo prieigos taškai yra pajungti prie vartotojo tinklo. Taigi, tokiu 
b	du yra labai paprasta pasidaryti nam vartotojams potinklius ir šiomis dienomis toki prijungt prieigos 
tašk spariai daugja. Vartotojai, dalindamiesi savo internetu per FON maršrutizatorius, turi galimyb 
naudotis kitose vietose nemokamu internetu. Dl šios priežasties ir atsirado noras sukurti automatin 
prieigos tašk „gaudymo“ sistem. 
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15 pav. Tinklo modelis 
 
Sumodeliavus veiklos panaudojimo (11 pav.) diagram ir atsižvelgus 
 prieš tai nagrintas 
egzistuojanias sistemas, bei 
 Symbian OS si	lomus programins 
rangos k	rimo aspektus iš ia yra 
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suformuojami sistemos vartotojo funkciniai reikalavimai (3 lentel) ir informacijos sistemos nefunkciniai 
reikalavimai (4 lentelje). 
 
 
3 lentel. Funkciniai reikalavimai 
Vartotojas Reikalavimai 
 
Sistemos vartotojas 
1. Galimyb susikurti prisijungimui prie prieigos taško reikaling informacij.  
2. Galimyb pasirinkti jungimosi strategij. 
3. Išsaugomi ir vliau pasiekiami visi nustatymai ir visa suvesta informacija. 
                            
4 lentel. Nefunkciniai reikalavimai 
Kam skirtas 
reikalavimas 
Reikalavimo 
tipas 
Reikalavimas  
Technin, bei 
programin 

ranga 
Sudtis 
 
 
 
 
 
Darbingumas 
Numatoma, kad sistema dirbs Symbian treios kartos operacinje 
sistemoje (Series 60). Reikalinga vietos - 1MB. B	tina, kad 
išmanusis telefonas turt WiFi adapter
. Rekomenduojami 
telefonai yra: Nokia E60, E61, N80, N91, N92, N95. 
 
Sistema turi b	ti parengta dirbti vis par.  
Vartotojo 
interfeisas 
(aplinka) 
Naudojimas Sistemos interfeisas turi b	ti paprastas naudoti, komponentai 
išdstyti pagal galiojanias vartotojo interfeiso k	rimo 
rekomendacijas ir standartus. Vartotojo interfeiso kalba, pagal 
nutyljim – angl. 
Programins 

rangos 
tobulinimas 
Išpleiamumas Programa turi b	ti objektiškai suprojektuota ir b	ti lengvai 
išpleiama naujomis savybmis per trump laik. 
Duomenys Saugumas Sistema turi užtikrinti saug prisijungim. Duomen kriptografija 
yra reikalinga. 
 
1.5 PROJEKTAVIMO METOD IR PRIEMONI PARINKIMAS 
 
Šiai sistemai projektuoti pasirinktas metodas yra analogiškas analizs metodams. Sistema bus 
projektuojama UML modeliais, panaudojant paket „Rational Rose 2002“, „Microsoft Visio 2003“, bei 
migloto modelio modeliavimui „FuzzyTech“ program. 
 Bendroji architektra 
Žemiau (16 paveiksle) yra pateikta bendroji supaprastinta visos sistemos komponentin 
architekt	ra. Visa sistema dirba Symbian operacinje sistemoje. Ši sistema savyje turi integruot prieigos 
tašk duomen baz, iš kurios paimami prieigos tašk vardai. Taip prisijungimo valdiklis paruošia 
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operacin sistem prisijungti prie konkrei prieigos tašk. Visa sistema bus sudaryta iš penki 
komponent: Vartotojo ssajos komponentas (GUI component), Prisijungimo komponentas (FonyEngine 
component), DB komponentas (DBEngine component), Autorizacijos komponentas (WLanLogin 
component), ir Miglotuvo komponentas (Fuzzy component). 
Vartotojo s#sajos 
komponentas
DB 
komponentas
Miglotasis 
komponentas
Prisijungimo prie AP 
komponentas
Autorizacijos 
komponentas
 
16 pav. Komponentin sistemos architekt	ra [13] 
 
1.6 RIZIKOS FAKTORI ANALIZ 
 
Kuriant programin 
rang gali pasitaikyti, kad visos funkcijos nebus skmingai 
gyvendintos. 
Didžiausia rizika yra susijusi su automatinio prieigos tašk paieškos ir prisijungimo mechanizmu, kadangi 
tokio tipo sistemose nebuvo bandoma sukurti pilnai automatizuoto prisijungimo bei bevielio tinklo 
paieškos. Taiau pasitelkus miglotosios logikos sprendim teorij, ši problema turi b	ti paprastai 
išsprendžiama, kadangi nagrinjamoji sistema turi tik tris miglotuosius 
verius (Apie juos bus kalbama 
vliau). Kitas rizikos faktorius tas, kad sistema yra labai priklausoma nuo j supani prieigos tašk. Jei 
sistemos vartotojas atsidurs tokiame taške, kuriame nra pasiekiam prieigos tašk, aišku, kad sistema 
negals pilnai funkcionuoti. 
 
1.7 REZULTATO KOKYBS KRITERIJAI 
 
Visada yra svarbus galutinis rezultatas. Šiame darbe pagrindiniai kriterijai – pastovaus ryšio 
kokybs užtikrinimas, išmintingojo telefono resurs mažinimas. Programin 
ranga turi užtikrinti, kad kuo 
mažiau b	t naudojama prieigos tašk paieška ir prisijungimas, kadangi visi šie veiksmai reikalauja 
nemaž energetini telefono resurs (elemento tarnavimo laikas mažja). Dl šitos priežasties ir yra 
pasirinktas miglotasis uždavinio sprendimas (tai buvo nusprsta atlikus literat	ros analiz), kuris turi 
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užtikrinti, kad sistema perieško ir prisijungia prie vis naujo prieigos taško tik tada, kai tikrai to reikia. 
Telefono elemento „stiprumui“ pamatuoti naudosime savo sukurt pagalbin program. Taipogi, vartotojo 
ssaja ir visas programos veikimas turi tenkinti „Symbian Signed“ kriterijus, kadangi visos Symbian 
programos turi praeiti šios organizacijos patikrinim.  
 
1.8 ANALIZS IŠVADOS 
 
Siekiant Symbian 9.x OS telefonams sukurti ir pademonstruoti veiksming programin 
rang, 
kurios pagalba b	t galima automatiškai prisijunginti prie aplinkoje išsidsiusi bevielio interneto 
prieigos tašk, buvo atlikta panaši sistem analiz. Rinkoje yra naudojamos kelios bevielio interneto 
prieigos tašk paieškos sistemos. Atlikus j analiz, pastebta, kad jos yra nepatogios vartotojams, 
nesugeba užtikrinti pastovaus interneto ryšio išmaniuosiuose telefonuose ir, nuolat atlikdamos prieigos 
tašk paiešk, netaupo ši telefon energetini resurs. Taip pat pastebta, kad automatiniai prieigos tašk 
suradimo ir prisijungimo uždaviniai yra nedaug kur panaudoti. Dauguma žinom tokio tipo programins 

rangos si	lo tik rankin
 ir periodin
 valdym. 
Taigi, siekiant sukurti bevielio interneto prieigos tašk paieškos sistem, tenkinani 
šiandieninius išrankaus vartotojo poreikius tokius kaip: patogus valdymas, nuolatinis internetinio ryšio 
užtikrinimas, telefono energetini resurs taupymas, buvo apžvelgta literat	roje si	lomi ir galimi 
pritaikyti mintos problemos sprendimo b	dai. Buvo nagrinjama objekto ir proceso valdymo sistema, kai 
objektui valdyti yra naudojamas valdiklis. Kitas b	das netiesinms sistemoms valdyti šiuo metu vis 
plaiau taikoma miglotoji logika. 
Apžvelgus mintos problemos sprendimo b	dus, buvo pastebta, kad tinkamiausias b	das, 
neturint konkrei 
veri, siekiant užtikrinti nuolatin
 interneto ryš
 išmaniajame telefone ir norint taupyti 
šio telefono energetinius resursus, yra miglotojo valdymo taikymas. Darbo tikslas nra keisti ar perdaryti 
bevielio 
renginio 
tais. Sistemos tikslas yra valdyti proces, nesigilinant 
 bevielio 
renginio 
charakteristikas. Naudojant miglotj
 valdym galima apjungti žmogiškj patirt
, atsižvelgiant 
 ekspert 
si	lymus ir sukaupt bandym rezultatus. 
Šioje analizs dalyje taip pat nusprsta, kad projektavimui bus naudojamas UML ir strukt	rinis 
projektavimas, kuri pagalba buvo aprašyti vartotoj reikalavimai ir apibržti procesai. Taip pat pateikta 
bendra visos sistemos veikimo schema, supažindinta su charakteristinmis numatom naudoti 
rengim 
savybmis bei identifikuoti pagrindiniai naujos sistemos funkciniai reikalavimai, kurie projektiškai bus 
pateikiami kitoje šio darbo dalyje. 
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2. PROJEKTAVIMAS 
 
2.1 PROJEKTO TIKSLAS 
 
Projektavimas yra bene vienas sunkiausi sistemos k	rimo etap. Nuo projektavimo kokybs 
priklauso tai, kaip lengva bus sistem realizuoti, kaip sudtinga bus sistem pakeisti pasikeitus kliento 
norams bei kiek sudtinga sistem bus priži	rti. 
gyvendinant pagrindin
 šio darbo tiksl, t. y. kuriant  bevielio interneto prieigos tašk paieškos 
sistem (pavadinimu „HandyWi“), sugebani užtikrinti pastov internet mobiliuosiuose telefonuose ir 
naudojani minimaliai telefono energetini resurs, bus sudaryta login programos architekt	ra, 
nubraižyta sek, klasi bei veiksm diagramos komponentams, suprojektuotas miglotasis komponentas ir 
pateiktas šio komponento veikimo pavyzdys. Bus apžvelgtos galimos realizacijos alternatyvos, taip pat 
bus suprojektuotas sistemos vartotojo interfeisas ir parengtas testavimo modelis. Visa tai užtikrins 
kuriamos sistemos kokyb,  garantuos valdymo patogum ir paprastum. 
 
2.2 REIKALAVIMO MODELIS 
 
Reikalavim modelyje bus pasi	lyti bei suprojektuoti atskiri komponentai kuriamai programinei 

rangai. Komponentai tai programos fragmentai, kurie išskaidyti 
 atskiras dalis ir yra nepriklausomi 
vienas nuo kito. Analizs metu buvo nustatyta, kad sistema bus sudaryta iš keturi komponent. Taigi, 
atitinkamai sistemos realizacija bus išskaidyta 
: 
 Programins 
rangos grafins ssajos k	rim. 
 Prisijungimo bei paieškos valdymo bibliotek. 
 Duomen talpyklos bibliotek. 
 Miglotosios logikos element bibliotek. 
Žemiau pateiktame paveiksle yra pavaizduotas supaprastintas ši komponent apjungimas 
 
vientis pilnai funkcionuojani sistem (17 pav.). Diagrama sudaryta iš dviej sluoksni: vartotojo 
ssajos ir pagalbini komponent: miglotosios logikos, duomen talpyklos ir prisijungimo bei paieškos 
valdymo komponent. Tai yra paprastas klasikinis sprendimas, kai vartotojo ssaja yra atskiriama nuo 
valdymo logikos. Šiuo principu bus kuriama bevielio interneto prieigos tašk paieškos sistema, kuri gals 
b	ti lengvai papildoma naujomis savybmis, neatliekant dideli pokyi sistemos strukt	roje. 
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17 pav. Sistemos sluoksnin strukt	ra 
 
Remiantis projektuojamos sistemos sluoksnine strukt	ra, toliau bus projektuojami komponentai, 
nubraižomos j si	lomos klasi ir 
vyki bei sek diagramos. 
 
2.2.1 Programos grafins ssajos krimas 
Kuriama sistema turs du pagrindinius langus: rastiems FON prieigos taškams skirtas langas, ir 
kitas langas apims visus likusius prieigos taškus. Visi šitie langai CFonyAppView, CZebraAppView bei 
CAllAppView (žr. 18 pav.) yra paveldti iš bazins virtualios klass CBaseAppView. CBaseAppView 
klas turi ryš
 su klase CFONyContainer. Konteineris tai tarsi panelis, kuriame atliekami visi braižymo 
darbai, tai yra srašo ir jo element braižymas. Visos grafins ssajos pagrindin klas yra CFONyAppUi. 
Šios klass pagalba yra valdomi visi HandyWi aplikacijoje esantys langai, taip pat ši klas sukuria 
CFonyEngine klas, o toliau visiems esantiems langams yra paduodama rodykl 
 ši klas. Papildomi 
langai yra parametr langas (CFONySettingListView), ia yra nustatomi programos parametrai ir 
autorizavimo langas (CFONyAccountView), kur yra laikoma visa prisijungimui prie prieigos taško 
reikalinga informacija. Visa programos parametr ir prisijungimo informacija yra saugoma duomen 
bazje. Paveiksle tai atvaizduota ryšiu 
 klas CDBEngine. 
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CCoeControl
MFONyHandler
void HandleFONyConnectionEventL()
void HandleFONyDiscoveryEventL()
void HandleFONyAuthorizeEventL()
CDoubleLargeStyleItemDrawer
void DrawActualItem()
CFONyItemDrawer
void DrawActualItem()
CFonyAppView CZebraAppView CAllAppView
CAknViewAppUi
CFONyContainer
void Draw(const TRect& aRect)
CAknView
CFONyAboutDialogView
CFONyAppUi
CBaseAppView
CreatListBox
void CreateListbox(const TRect& aRect)
void AddItem(const TDesC16& aItem)
CDbEngine
CFONyAccountView
CFONySettingListView
CFONyEngine
 
18 pav. Grafins ssajos klasi diagrama 
 
Vartotojo ssajos modelis 
Vartotojo ssaja bus sudaryta iš pagrindini trij lang. Tai FON View, Zebra View ir All View. 
Kiekvienas langas turs dinaminius srašus, kurie bus užpildomi prieinamais maršrutizatoriais. 
Pavyzdžiui, FON View lange bus matomi tik FON tipo prieigos taškai.  Kiekvienas srašo elementas rodys 
maršrutizatoriaus tip (ar jis yra WEP), signalo stiprum ir prisijungimo informacij. 19 paveiksle yra 
pateikta vartotojo ssajos prototipas.  
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19 pav. Pagrindinis sistemos langas 
 
Toliau (20 pav.) yra pavaizduotas si	lomas pagrindinis programos meniu. 
 
$
%
&

'
()

*
 
20 pav. Pagrindinis sistemos meniu 
 
2.2.2 Prisijungimo bei paieškos valdymo biblioteka 
Prisijungimo ir paieškos biblioteka yra viena iš esmini ir pagrindini šio darbo tiksl. Šis 
komponentas apjungs ir naudos kelis kitus komponentus, kadangi šis komponentas turi mokti ieškoti 
prieigos taškus prisijungti prie AP bei sukurti WLAN tinkl, tai pat turi gebti valdyti proces, tai yra 
išlaikyti pastov interneto ryš
. Tam, kad komponentas netapt labai didelis ir gremzdiškas jis turs 
bendrauti su kitais komponentais, autorizacijos, duomen bazs bei miglotosios logikos komponentais. 
Žemiau pateiktame paveiksle (žr. 21 pav.) yra pavaizduota prieigos tašk valdymo ir prisijungimo 
biblioteka. Pagrindin klas yra CFONyEngine. Šios klass pagalba yra valdoma visa biblioteka. 
CFONyEngine klas apjungia klases CConnector, CManualDiscovery, CAutoDiscovery, 
CWLANLoginEngine, CDbEngine, CFONyCertEngine, CMd5Factory.  
Prisijungti 
Eiti 
 kit lang (Zebra) 
Matyti visus prieigos taškus 
Parametrai 
Išeiti 
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CActive
RunL()
DoCancel()
CTimer
RunL()
MTimeOutNotifier
TimerExpired(aError : const TInt&)
CTimeOutTimer
iNotify : MTimeOutNotifier&
CTimeOutTimer(aPriority : const TInt)
CConnector
Stop()
Connect(aHotSpot : THotSpot)
Disconnect(aHotSpot : THotSpot)
CManualDiscovery
CWLANLoginEngine
iTransaction : RHTTPTransaction
iSession : RHTTPSession
LoginL(aUserName : const TDesC8& , aPassword : const TDesC8& )
LogoutL()
Stop()
PingL()
GetSessionCookieL()
CAutoDiscovery
CDbEngine
CFONyCertEngine
CBase64CodecBase
Reset()
Encode(aSource : const TDesC8&, aResult : TDes8&) : TInt
Decode(aSource : const TDesC8&, aResult : TDes8&) : TInt
CFONyEngine
iConnect : RConnection
iSocketServ : RSocketServ
iConnMonitor : RConnectionMonitor
iFONyHandler : MFONyHandler&
THotSpot
iType : TUint8
iSignalStrength : TUint8
isKnown : TBool
iConnected : TBool
iSecurityMode : TWlanConnectionSecurityMode
iIAP : TUint
CDiscovery
Stop()
StartDiscovery()
StopDiscovery()
MWlanMgmt
Notifications
 
21 pav. Prisijungimo komponento klasi diagrama 
 
 CConnector – Ši klas yra atsakinga už prisijungim bei atsijungim prie/nuo prieigos taško. 
Klas yra paveldta iš, taip vadinamos, aktyvios klass CActive. CActive klas yra Symbian OS Framwork 
dalis. Taip operacin sistema žino, kad šios klass veiksmai yra sudtingi ir jiems atlikti reikia laiko, todl 
prisijungimo ir atsijungimo darbai yra vykdomi atskirame procese. Baigus darb yra iškvieiamas RunL 
metodas. 
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 CManualDiscovery – Ši klas yra atsakinga už prieigos tašk suradim. „Manual“ reiškia, kad 
klas atlieka paiešk tik tada, kai yra užduodama užklausa iš vartotojo ssajos, kitaip tariant, paieška 
atliekama rankiniu b	du. Ši klas taip pat yra aktyvi, paveldta iš  CActive klass. 
 CAutoDiscovery – Tai klas atsakinga už prieigos tašk suradim. „Auto“ reiškia, kad klas 
atlieka paiešk automatiškai. Dl šios priežasties ir yra sprendžiamas miglotasis uždavinys, kad paieška 
but atliekama tik tada, kai to reikia. Ši klas taip pat yra aktyvi, paveldta iš  CActive klass. 
 CWLANLoginEngine – Klas atlieka autentifikacij prie FON prieigos taško.  
 CDbEngine – Ši klas reprezentuoja duomen bazs komponent. Jos pagalba bus galima 
paimti ir padti duomenis  iš/
 duomen bazs/. Pavyzdžiui, atliekant autentifikacij yra reikalingas 
vartotojo vardas ir slaptažodis. Naudodami CDbEngine ši informacija yra lengvai prieinama.  
 CFONyCertEngine – Ši klas yra atsakinga už saugum. Nordami autentifikuotis prie prieigos 
taško, yra reikalinga perduoti vartotojo vard bei slaptažod
. Tam, kad neb	t „pakištas“ apgavikiškas 
web. puslapis, kuris paimt 
vest vartotojo vard ir slaptažod
, yra naudojamas sertifikatas, kur
 reikia 
patvirtinti. 
 CMd5Factory – Klas atsakinga už kriptografij, pavyzdžiui, vartotojo slaptažodis yra 
užkoduojamas ir laikomas užkoduotas duomen bazje. Taip pat MD5 yra naudojamas prieigos tašk 
srašo palyginimui. 
 
2.2.3 Duomen talpyklos biblioteka 
Duomen biblioteka skirta duomenims valdyti. Duomenys turi b	ti laikomi ir lengvai pasiekiami 
iš duomen bazs (žr. 22 pav.). CDbEngine klass pagalba visa tai lengvai galima padaryti. CDbEngine 
klas turi ryš
 su klasmis CDBRow ir RDBField.  
 CDBRow – Atitinka duomen bazs eilut. Ši klas laiko savyje lauk masyv. Kiekvienas 
laukelis atitinka tradicins duomen bazs stulpel
. 
 RDBField – Tai klas, kuri reprezentuoja duomen bazs stulpel
. Šis stulpelis „geba“ 
laikyti tik dviej tip informacij: tai skaiius ir teksto eiluts. 
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TDbCol
CDBRow
iFields : RArray<RDBField>
iTableName : TBuf<KMaxColLength>
Add(aField : const RDBField&)
FieldsCount() : TInt
GetFieldByIndex(aIndex : TInt) : RDBField &
PrimaryKey() : TInt
TableName() : const TDesC&
const TDesC&(aName : const TDesC&)
RDBField
iBufValue : HBufC*
iIntValue : TInt
iIsKey : TBool
Close()
IntValue() : const TInt
SetIntValue(aInt : const TInt&)
DesCValue() : const TPtr
SetDesCValue(aDesC : const TDesC&)
IsKey() : TBool
SetKey(TBool aKey)
RFs
CFileStore
CDbEngine
iIsOpen : TBool
LaunchDb(aExistingDbFile : const TFileName&) : TInt
LaunchDb(aExistingDbFile : const TFileName&, aRow : CDBRow*) : TInt
RemoveDb(aExistingDbFile : const TFileName&) : TInt
DbFileExists(aExistingDbFile : const TFileName&) : TBool
OpenDb(aExistingDbFile : const TFileName&) : TInt
Close() : TInt
IsOpen() : TBool
InsertRow(aRow : CDBRow*&) : virtual TInt
RemoveRow(aRow : CDBRow*) : virtual TInt
RemoveAll() : virtual TInt
UpdateRow(aKeyField : RDBField, aNewRow : CDBRow*) : virtual TInt
CreateTableL(aRow : CDBRow*) : virtual TInt
CreateDb(aFile : const TFileName&, aRow : CDBRow*) : virtual TInt
RDbStoreDatabase
 
22 pav. Duomen talpyklos komponento klasi diagrama 
 
2.2.4 Miglotosios logikos biblioteka 
 Automatins paieškos sistemos struktra 
Analizs metu buvo išnagrinta keletas objekto valdymo klausim sprendimo b	d ir šiam darbui 
labiausiai tinkaniu buvo pasirinktas miglotasis valdymas. Naudojantis FuzzyTech programa buvo sukurta 
sistemos strukt	ra (žr. 23 pav.). Šis valdymas pagr
stas miglotosios logikos principu, kai rezultatas tam 
tikru b	du formuojamas iš 
jimo reikšmi. Miglotuvas perveria konkreius 
jimus 
 miglotuosius 

verius. Miglotasis išvad 
renginys sustato reikšmes 
 taisykli blok. Rezultatas yra gaunamas iš 
taisykli bloko. Gautosios miglotosios reikšms yra perveriamos 
 konkreius atsakus. 
Žemiau esaniame paveiksle pavaizduota dalis miglotosios bevielio paieškos sistemos strukt	ros. 
Ši strukt	ra apima 
jim interfeis, taisykli blok ir išjim interfeis.  
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23 pav. Miglotosios logikos strukt	ra 
 
Analizs dalyje buvo nustatyta, kad, norit skmingai pritaikyti miglotj
 valdym, reikia surinkti 
ekspert komand, kuri galt sudaryti taisykli baz. Tai vienas svarbiausi uždavini, kadangi 
skmingam objekto valdymui toji baz turi didžiausi 
tak. Kad geriau suprasti WLAN 
renginio elgsen 
buvo išnagrintos esamos sistemos, atlikta daug testavimo bandym, kuri metu buvo nustatyta, kokie 
kriterijai svarbiausi 
renginio veikimui. Iš sukaupt žini sistemos ekspertai (Valdemaras Jasaitis, 
Mindaugas Stonys, Linas Maldutis, Modestas epaitis, Vidas Mikulskis ir Algirdas Stonys) nustat ir 
apibrž tris 
verius, kurie turi 
takos pastovaus interneto išlaikymo uždavinyje. Ketvirtoje lentelje 
pateikti šie 
veriai, taip pat ekspert nustatyti miglotosios logikos term vardai: 
1. „Signalo stiprumas“ - šis 
vertis bus žymimas S raide. Signalo stiprumo svarba akivaizdi: 
jei bevielio tinklo adapteris yra prisijungs prie prieigos taško, kurio signalo stiprumas yra „stiprus“, tai 
sistema bus apr	pinta geru internetu, ir priešingai, jei signalas yra „silpnas“, sistema turi ieškoti naujos 
alternatyvos, tai yra naujo prieigos taško. Kad paprasiau b	t skaiiuoti, signalo stiprumo vienetai 
sunumeruojami intervale [0; 100]. Nulis reiškia, kad signalo stiprumas yra prasiausias, o šimtas rodo pat
 
didžiausi signalo stiprum. 
2. „Greitis“ - šis 
vertis bus žymimas v
 raide. Ekspertai nustat, kad kitimo greitis yra ne kas 
kita, kaip signalo stiprum skirtumas dabartinio ir prieš tai buvusio laiko momentu || 1
 tt SSv  ir 
matuojamas taip pat signalo stiprumo vienetais nuo 0 iki 100. 
3. „Judjimo kryptis“ - šis 
vertis bus žymimas „ k
 “. Aplinkoje yra stebimi dažniausiai ne 
vieno, o keli prieigos tašk signal stiprumai. Tarkime, A yra jautrumo zonoje esani prieigos tašk 
 37 
aib. Jei bent vienas šios aibs elemento signalo stiprumas pradeda didti, tai reiškia, kad objektas juda 
artyn prie kažkokio prieigos taško. Judjimo krypties vienetai taip pat išreikšti per signalo stiprum. 
Judjimo kryptis parodo signalo stiprumo kitim dabartiniu ir prieš tai buvusiu laiko momentu 
1
 tt SSk . Matuojami signalo stiprumo išvestiniais vienetais nuo [-60; 60]. 
Sistema turi užtikrinti pastov internet realiu laiku. Dl šios priežasties 
vedamas taip pat ir 
laiko žymjimus. Laikas žymimas raide „t“.  
5. lentel. jimai 
# Kintamj Vardai Matavimo vienetai Min Max Term Vardai 
1 Greitis Signalo Stiprumas 0 100 Ltai 
Greitai 
Labai Greitai 
2 Judjimo Kryptis Signalo Stiprumas -60 60 Nuo 
Nejuda 
Tolyn 
3 Signalo Stiprumas Signalo Stiprumas 0 100 Silpnas 
Vidutinis 
Geras 
L_Geras 
 
 Greiio termai 
Greiio aib yra padalinta 
 tris termus. Š
 skaii nustat ekspertai, atlikdami bei tyrindami 
signalo stiprumo kitimus, judant nuo maršrutizatoriaus ir link maršrutizatoriaus. Pirmasis termas - „Ltai“. 
Tikrumo funkcijos reikšm yra lygi vienetui intervale nuo ]30;0[iS  (24 pav.), nuliu tampa, kai 40iS . 
Antrasis termas vadinasi „Greitai“. Tikrumo funkcijos reikšm yra lygi vienetui intervale nuo ]50;40[iS ; 
nuliu tampa, kai )60;30(iS . Treiasis termas vardas „L_Greitai“. Tikrumo funkcijos reikšm yra lygi 
vienetui intervale nuo ]100;75[iS ; nuliu tampa, kai 50iS . 
 
24 pav. vertis „Greitis“ 
 Judjimo krypties termai 
Judjimo krypties aib yra padalinta 
 tris termus. Š
 skaii nustat ekspertai, atlikdami bei 
tyrindami signalo stiprumo kitimus, judant nuo maršrutizatoriaus ir link maršrutizatoriaus. Pirmasis 
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termas pavadintas „Nuo“ vardu (25 pav.). Tikrumo funkcijos reikšm yra lygi vienetui intervale nuo 
]20;60[ iS ; nuliu tampa, kai 0iS . Antrasis termas pavadintas „Nejuda“ vardu. Tikrumo funkcijos 
reikšm yra lygi vienetui intervale nuo ]5;5[iS , nuliu tampa, kai )20;20(iS . Treiasis termas 
pavadintas „Tolyn“ vardu. Tikrumo funkcijos reikšm yra lygi vienetui intervale nuo ]60;30[iS ; nuliu 
tampa, kai 10iS . 
 
25 pav. vertis „Judjimo kryptis“ 
 
 Signalo stiprumo termai 
Signalo stiprumo aib yra padalinta 
 keturis termus. Term skaii ir reikšmes nustat ekspertai; 
taip pat buvo atsižvelgta 
 esani sistem signalo stiprumo traktavimo skal kitose sistemose. Pirmo 
termo vardas yra „Silpnas“. Tikrumo funkcijos reikšm tampa lygi vienetui intervale nuo ]40;0[iS ; 
nuliu tampa, kai 50iS . Antrasis termas pavadintas „Vidutinis“ vardu. Tikrumo funkcijos reikšm yra 
lygi vienetui intervale nuo ]60;50[iS ; nuliu tampa, kai )70;45(iS . Treiasis termas pavadintas „Geras“ 
vardu. Tikrumo funkcijos reikšm yra lygi vienetui intervale nuo ]80;70[iS ; nuliu tampa, 
kai )90;60(iS . Ketvirtojo termo vardas yra „L_Geras“. Tikrumo funkcijos reikšm yra lygi vienetui 
intervale nuo ]100;90[iS ; nuliu tampa, kai 80iS . 
 
26 pav. vertis „Signalo stiprumas“ 
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 Išjimo rezultatas 
Išjim rezultatai yra formuojami iš taisykli bazs rinkinio. Gauti rezultatai padengia kiekvieno 
termo reikšm pagal tikrumo funkcijos rezultat. Kaip buvo rašyta analizs dalyje term padengimas 
priklauso nuo pasirinkto metodo, analizs metu buvo aprašyti du metodai: Mamdani ir Sugeno. Term 
plotui padengti (išvadoms daryti) naudojamas Mamdani metodas. Svorio centro išjim termai 
pavaizduoti 28 pav. Svorio centrui rasti panaudojama mass centro formul [14]. 



b
a
b
a
s
dxxQ
dxxxQ
x
)(
)(
.  (6) 
 
27 pav. Išjim rezultat termai 
 
Toliau pateikiamos miglotojo komponento veikimo pavyzdys. Tarkime, kad ekspertai užraš šias 
taisykles 
 taisykli baz: 
IF (<S L_Geras> & < v
 Ltai> & < k
 Nejuda>) | (<S L_Geras> & < v
 Greitai> & < k
 Artja>)  
THEN <Neperjungti> 
IF <S Vidutinis> & < v
 Greitai> & < k
 Tolja>  
THEN <Perjungti> 
 
Tarkime, kad 
 sistem pateko tokie 
veriai:  
S L_Geras = 0.7; S Vidutinis = 0; 
v
 Ltai = 0; v
 Greitai = 1; 
k
 Nejuda = 0.2; k
 Artja = 0.8; k
 Tolja = 0; 
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Pirmoji slyga perrašoma taip: IF a | b THEN <Neperjungti>, kur a = <S L_Geras> & < v
 Ltai> & 
< k
 Nejuda> ir b = <S L_Geras> & < v
 Greitai> & < k
 Artja>. Tada 
staius reikšmes gaunama: 
a = Min(0.7, 0, 0.2) = 0; 
b = Min(0.7, 1, 0.8) = 0.7; 
Max(0, 0.7) = 0.7 
Tikrumo funkcijos gavimas pavaizduotas 28 grafike. Rezultate yra tik du termai: „neperjungti“ ir 
„perjungti“. Raudona spalva padengtas plotas rodo „neperjungti“ termo svor
, gautas iš nagrinjamo 
pavyzdžio. Mlyna spalva žymi – „perjungti“ termo svor
, o pilka – bendr persidengiant
 plot. 
Naudojantis svorio centro formule (6) surandamas svorio centras, kuris ir yra tikrumo funkcijos galutinis 
atsakymas. 
Taigi, kad nereikia atlikti paieškos, tikrumo funkcija yra lygi 0.7, tai daugiau už 0.5, todl 
sistema šiuo atveju neatlikt paieškos. Kaip jau buvo minta pavyzdys patvirtina, kad taisykli baz 
atlieka svarbiausi vaidmen
 šiame uždavinio sprendime, tai yra šio valdiklio pagrindas.  
 
28 pav. Rezultato pavyzdys 
 
 Migloto komponento klasi diagrama.   
Šis komponentas atsako 
 klausim ar reikia naujai ieškoti prieigos taškus, ar tai nra b	tina. 
Pagrindins klass vardas yra CRuleBase (žr.29 pav.), kuri turi tris pagalbines klases CSignalStrength, 
CMove ir CSpeed. 
 CSignalStrength – Gržina vis term („Silpnas“, „Vidutinis“, „Geras“ ir „L_Geras“) 
tikrumo funkcij )(x	 
verius. 
 CMove – Gržina vis term („Nuo“, „Nejuda“ ir „Tolyn“) tikrumo funkcij )(x	 
verius. 
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 CSpeed – Gržina vis term („Letai“, „Greitai“ ir „L_Greitai“) tikrumo funkcij 
)(x	 
verius. 
CSingnalStrength
Week(aSignalSt : TInt) : TFloat
Medium(aSignalSt : TInt) : TFloat
Good(aSignalSt : TInt) : TFloat
VeryGood(aSignalSt : TInt) : TFloat
CMove
MoveFrom(aSignalSt : TInt) : TFloat
NotMove(aSignalSt : TInt) : TFloat
MoveTo(aSignalSt : TInt) : TFloat
CRuleBase
NeedToResearch() : Boolean
NeedToReconnect(aHotSpot : THotSpot&) : Boolean
CSpeed
Slow(aSignalSt : TInt) : TFloat
Fast(aSignalSt : TInt) : TFloat
VeryFast(aSignalSt : TInt) : TFloat
 
29 pav. Migloto komponento klasi diagrama 
 
2.2.5 Sistemos saugumas ir suderinamumas su kitomis sistemomis 
Projektuojant sistem ir jos komponentus, reikia b	tinai atsižvelgti ir 
 sistemos saugum bei 
suderinamum su kitomis sistemomis. Potencialios saugumo spragos galt b	ti negaljimas naudoti MD5 
hešavimo algoritmo vartotojo slaptažodžiui saugoti, bei vartotojo vardo bei slaptažodžio siuntimas 
maršrutizatoriui. Priežastis paprasta: užkodav su MD5 nebežinomas originalus vartotojo slaptažodis. Dl 
šios priežasties pasitelkiamas Base64 kodavimo/dekodavimo algoritmas. Instaliavus program kartu su 
sistema bus 
degtas ir FON sertifikatas. Sistemai prisijungus prie maršrutizatoriaus, jei bus atsistas tas 
pats FON sertifikatas, taip sistema žinos, kad ši informacija atkeliavo tikrai iš maršrutizatoriaus, ir tai 
užtikrina, kad vartotojo vardas bei slaptažodis bus tikrai nusiusti 
 reikim viet, tai yra 
 maršrutizatori. 
Duomen siuntimas vyksta per HTTPS protokol. Duomen siuntimo saugum per WiFi užtikrina IEEE 
802.11g standartas.  
Suderinamumo problemos gali kilti dl WiFi adapterio, kadangi kitos programos gali norti 
lygiagreiai naudotis adapteriu taip pat. Taiau Symbian OS yra gerai apgalvota dl stabilumo, todl visi 
„sunk	s“ veiksmai tokie, kaip prieigos tašk paieška, atliekami atskirame procese. Kad sistema stabili ir 
patikimai dirba Symbian 9.x operacinje sistemoje, rodo atliktas testas „Symbian Signed“ organizacijoje. 
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2.3 SISTEMOS PROJEKTAS 
 
Praeitoje dalyje buvo projektuojami atskiri komponentai. Šio poskyrio tikslas yra sujungti 
komponentus 
 vientisai veikiani sistem, kad geriau b	t galima perprasti kuriamos sistemos strukt	r, 
jos veikim bei suvokti komponent tarpusavio priklausomyb. Tuo tikslu buvo panaudota sek diagrama 
(30 pav.), kuri yra sudaryta iš abstraki klasi diagramos (12 pav.). Visos šios abstrakios klass tapo 
atskirais programos komponentais, kurie padeda geriau suprasti bei reikalui esant lengviau papildyti 
kuriam sistem naujomis savybmis. Iš 30 paveikslo matyti, kad vartotojas bendrauja tik per vartotojo 
ssaja, o toliau vartotojo ssaja naudoja pagalbinius komponentus, kurie suranda prieigos taškus bei teikia 
prisijungim prie j. 
 : Vartotojas  : Prisjungimo registracija  : AP paieška  : Prijungimas prie WiFi : Vartotojo sasaja
Užklausa ieškoti
Surastas rezultatas
Rezultatas
Atvaizduojamas rezultatas
Turimas prijimas 
prie interneto
Sukuriamas 
prisijungimas prie 
AP tašk+
Sukurta
Prisijungimas prie konkretaus AP
Panaudojamas vartotojo vardas bei slaptažodis
Prisijungimas
 
30 pav. Sistemos sek diagrama 
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31 paveiksle pavaizduota veiklos diagrama, kuri vaizduoja prieigos tašk paieškas ir 
prisijungimus prie rast AP. Taip pat, ši diagrama vaizduoja konkreius veiksmus bei veiklas, kai sistema 
ieško prieigos tašk. Prieigos taškai gali b	ti ieškomi rankiniu arba automatiniu b	du. Vykdant paiešk 
rankiniu b	du, sistemos vartotojas pats sprendžia prie kurio prieigos taško prisijungti, o automatiniu b	du 
yra valdomas procesas t.y. sistema pati ieško prieigos tašk ir prisijunginja prie j. Ši veiklos diagrama 
apima CDiscovery, CManualDiscovery bei CAutoDiscovery klases (ži	rti 
 21 pav.). Diagrama, parod, 
kad miglotasis komponentas turs ryš
 su CAutoDiscovery klase. 
Get connectivity
AP strategy?
Fuzzy control
Need research AP
Connect to 
suitable AP
Find AP
Yes
Connect to AP
Find AP
Status is 
changed
Process is end
AP event changed
Automatic
Manual
No
 
31 pav. Veiklos diagrama apjungianti automatin paiešk 
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Nubraižius abstraki visos sistemos sek diagram bei pagrindins veiklos diagram, toliau 
sujungiami komponentai ir nubraižoma jiems sek diagrama (32 pav.), kuri atvaizduoja vykdomos 
programos eiliškum bei komponent priklausomyb vienas nuo kito.  
GUI component FONyEngine DBEngine LoginEngine Discovery
Create account
Account created
Set AP discovery strategy
Use engine
Get strategy
Result
Auto or manual discovery
Discovered AP
Login one of them
Logon or error
Access to internet or error
 
32 pav. Komponent sek diagrama 
 
Duomen baz yra labai paprasta ir sudaryta tik iš dviej lenteli, kurios neturi jokio ryšio viena 
su kita. Lentelje USERS yra saugoma vartotojo prisijungimo informacija prie prieigos taško (33 pav.).  
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33 pav. Sistemos duomen baz 
 
Lentelje SETTINGS - saugomos programos b	senos, tai yra vartotojo nustatyti programos 
parametrai (pavyzdžiu, ar sistema turi dirbti automatiniu paieškos ržimu, ar tiesiog paprastu - tai yra 
rankiniu). Kaip buvo pavaizduota ankstesnse diagramose, duomen bazs komponentas turi tiesiogin
 
prijim prie paios duomen bazs, o kiti komponentai, kaip ir vartotojo ssajos komponentas naudojasi 
tik duomen bazs komponento teikiamais metodais - gauti ir patalpinti duomenis 
 duomen baz. 
Duomen lenteli laukai išvardinti 6 lentelje. 
 
6. lentel. Duomen bazs laukai 
Duomen lentels vardas Stulpeli vardai Paaiškinimas 
USERS UserID 
User_Name 
Password 
Pirminis raktas 
Prisijungimo vardas 
Slaptažodis 
SETTINGS SettingsID 
Strategy 
 
Timer 
Pirminis raktas 
Prisijungimo tipas: rankinis (reikšm 0), automatinis (reikšm 1). 
Taimeris skirtas, kad sistema neradusi tinkamo AP padarytu 
pertraukas ir nuolat neatliktu pakartotini paiešk. 
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34 pav. Pilna sistemos strukt	ra 
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34 paveiksle pavaizduotas pilnas sistemos modelis. Diagramoje išryškinti du sluoksniai, vienas 
yra vartotojo ssaja, o kitas - taip vadinamas „variklis“. Per vartotojo ssaja yra užduodamos komandos 
visai sistemai. Sistemos atsakymai ir b	sen pasikeitimai vartotojo ssajai yra atsakomi per 
MFONyHandler interfeis. 
 
2.4 TESTAVIMAS 
 
sitikinti, kad programa veikia teisingai, programuotojas ar testavimo komanda gali nagrindami 
programos kod, taip iš 
einani duomen sprsdami kokius išeinanius duomenis programos kodas 
sugeneruos. Taigi, 
rodymas, kad programos kodas veikia gali net nereikalauti programos paleidimo. 
Taiau tuo klausimu vartotojai turi kit poži	r
, kad 
rodyti vartotojui, jog komponentas veikia korektiškai, 
reikia pademonstruoti aib eksperiment, kurie parodyt sistemos funkcionavim bei teising veikim 
esant 
vairioms slygoms. 
Norint pilnai ištestuoti prieigos tašk paieškos sistem, testavim reikia suskirstyti 
 dvi dalis: 
 komponent testavimas; 
 vartotojo ssajos testavimas; 
Komponent testavimas parodys, kaip veikia projektavimo dalyje aprašyti bei pavaizduoti 
skirtingi sistemos komponentai. Projektuojant ir programuojant komponentus, kiekvienam komponento 
metodui yra parašomas analogiškas testavimo metodas, kurio paskirtis yra patikrinti metodo veikim. 
Toks testavimas literat	roje yra vadinamas „baltos džs“ principu. „Baltos džs“ principas sako: 
„Testiniai atvejai gaunami iš programos strukt	ros. Žinios apie program naudojamos nustatyti 
papildomus testinius atvejus. Tikslas yra išbandyti visus programos operatorius ir galimus skaiiavimo 
kelius.“ [15]. B	tent todl ir yra rašomi testiniai metodai, kurie turi testuoti ir patikrinti egzistuojani 
metod veikim. Kai sistemoje yra parašyta daug testini metod, j veikimas ir modeliavimas turi b	ti 
centralizuotas ir valdomas specialios platformos, tai yra visi testavimo metodai turi b	ti iškvieiami 
reikiama tvarka, tam tikslui yra naudojamas SymbianOSUnit platforma. Ši platforma perdaryta ir 
pritaikyta iš gerai žinomos CppUnit platformos. 
Vartotojo ssajos testavimas yra atliekamas ne automatizuotai, tai yra visa testavim atlieka 
žmogus. Testuotojo darbas yra aplankyti visus dialogus bei stebti sistemos darb. Tuo tikslu, yra parašyti 
„use case“ modeliai, kuriuos reikia patikrinti, kadangi sistema turs praeiti Symbian Signed testavim.  
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2.5 SISTEMOS NAUDOJIMO INSTRUKCIJA 
 
diegus ir paleidus prieigos tašk paieškos sistem „HandyWi“, ji  automatiškai atliks prieigos 
tašk paiešk (35 pav.). Pasibaigus paieškai yra išrikiuojami rasti aplinkoje prieigos taškai. Pagrindiniame 
programos lange yra matomi du valdymo mygtukai, tai yra vienas mygtukas „Hide“ kuris paslepia 
sistemos vartotojo ssaj, tai yra sistema nenustoja dirbusi ji toliau dirba nematomame režime.  
     
35 pav. Prieigos tašk paieška 
 
Paspaudus ant „Options“ mygtuko, pasirodo pagrindinis sistemos komandos (36 pav.). 
     
36 pav. HandyWi meniu 
 48 
Sistemos veikimo galimybs. Pagrindinis kuriamos sistemos tikslas buvo sukurti sistem 
gebani automatiškai susirasti bei prisijunti prie prieigos tašk. Taigi sistema teikia dvi funkcijas: 
1. Rankinis valdymas (angl. Manual); 
2. Automatinis valdymas (angl. Auto); 
Sistemos vartotojas pagrindiniame programos lange paspauds Options->Settings->Discovery 
mode išvys 37 paveiksle pavaizduot lang.  
 
37 pav. Paieškos ržimo langas 
 
Šis sistemos langas yra vienas pagrindini. Sistemos vartotojas ia turi galimyb keisi paieškos 
ržimus iš rankinio ržimo 
 automatin
 ržim.  
    
38 pav. HandyWi vartotojo paskyros langai 
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38 paveiksle pavaizduotas vartotojo paskyros informacinis langas. Šiame lange vartotojas 
susiveda savo vartotojo vard bei slaptažod
. Paskyr sraše yra vaizduojamos visos paskyros. Paspauds 
ant „Options“ mygtuko vartotojas aktyvuoja paskyr, tai reiškia, kad sistema prisijungs prie 
maršrutizatoriaus, naudodama nurodyt aktyvi paskyr.  
Pilna prisijungimo seka prie pasirinkto maršrutizatoriaus pateikta 39 paveiksle. Pirmiausia 
sistema bando prisijungti prie maršrutizatoriaus, toliau jei skmingai susijung, sistema siunia tam tikr 
informacij maršrutizatoriui. Prieigos taškas gavs informacij iš telefono atsiunia jam savo atitinkamo 
formato informacij. Toliau HandyWi nusiunia prisijungimui reikiam informacij, kur jei informacija, 
buvo gera, prieigos taškas duoda prijim prie interneto, kitu atveju atsiuniama klaida, kuri yra parodoma 
vartotojui. 
     
    
39 pav. HandyWi prisijungimas prie maršrutizatoriaus 
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2.6 SISTEMOS DIEGIMAS 
 
Sistemos diegimas yra labai paprastas ir nieko nesiskiria nuo bet kuriuos Symbian operacinje 
sistemoje diegiamos sistemos. Reikia atkreipti dmes
 tik 
 tai, kad sistema dirba 
renginiuose, kuriuose 
yra 
montuotas WiFi adapteris. 
 
2.7 PROJEKTO IŠVADOS 
 
Judant kryptingai link pagrindinio šio darbo tikslo, t. y. sukurti bevielio interneto prieigos tašk 
paieškos sistem, sugebani užtikrinti pastov internet mobiliuosiuose telefonuose ir naudojani 
minimaliai telefono energetini resurs, šioje darbo dalyje buvo atlikti mintosios sistemos projektavimo 
ir  programavimo darbai, kuri paskoje buvo sukurta „HandyWi“ programa. 
Sudarant login programos architekt	r nusprsta, kad kuriama sistema bus išskaidyta 
 keturis 
komponentus, kurie atitinka keturis k	rimo etapus:  
 Vartotojo ssajos komponentas - atsakingas už programos valdymo patogum bei jos grafik. 
 Miglotosios logikos komponentas -  skirtas nustatyti ar reikia atlikti pakartotin prieigos tašk 
paiešk. 
 Duomen bazs komponentas - teikia prijim prie duomen bazs, tokiu b	du galima lengvai 
padti ir gauti duomenis iš duomen bazs. 
 Autentifikacijos komponentas – skirtas vartotojo autorizavimui ir prijungimui prie prieigos taško. 
Toks nepriklausomas sistemos k	rimas etapais užtikrina skming sistemos suk	rim. Taip pat, 
tai leidžia paprasiau sukurti testavimo model
 nepriklausomoms programos dalims. Kiekvienam 
komponentui buvo nubraižyta UML klasi diagrama, kurios pagalba aprašyti vartotoj reikalavimai ir 
apibržti procesai. Projektuojant miglotosios logikos komponent buvo panaudota FuzzyTech programa.  
Programos veikimo stabilumui užtikrinti buvo parengtas ir pritaikytas testavimo modelis. 
Siekiant supaprastinti programos naudojim vartotojui buvo parašyta programos 
diegimo ir naudojimo 
instrukcijos. Visa tai leidžia užtikrinti kuriamos sistemos kokyb, garantuoja valdymo patogum ir 
paprastum. 
Sukurtos sistemos atitikimas iškeltiems funkciniams ir kokybs reikalavimams toliau bus 
apžvelgiami treioje šio darbo dalyje.  Taip pat bus bandoma 
vardinti stiprisias ir silpnsias programins 

rangos savybes, o remiantis gautais rezultatais bus si	lomos tolimesns programos tobulinimo bei 
pltojimo galimybs. 
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3. EKSPERIMENTINIS TYRIMAS 
 
3.1 SUKURTOS SISTEMOS KOKYBS TYRIMAS 
 
Pasaulyje plaiai paplitusios kompiuterins sistemos, taiau informacinje visuomenje, nuo 
kompiuteri pažangos mažai atsilieka ir mobilieji telefonai. Todl antroje darbo dalyje buvo aprašytas, 
išmaniesiems telefonams skirtos sistemos k	rimas, kurios pavadinimas yra HandyWi.  
Kuriamai programai buvo iškelti du pagrindiniai uždaviniai: 
1. Sukurti automatiškai sugebani susirasti prieigos taškus program, kai to reikia, bei gebti 
prisijungti prie prieigos taško.  
2. Prailginti telefono akumuliatoriaus budjimo laik.  
Pagrindiniai programos (HandyWi) langai pavaizduoti 35-39 paveiksluose. Sistemos valdymas 
yra labai paprastas ir aiškus, tai užtikrina „Symbian Signed“ organizacijos suteiktas sertifikatas. 38 pav. 
pateiktas ypatybi valdymo langas, kuriame programos vartotojas susikuria prisijungimo paskyr. 
Prisijungimo paskyra yra reikalinga autorizuojant vartotoj prie FON prieigos taško. Vartotojas turi 
galimyb nusprsti ar pats nori susirasti prieigos taškus ir prisijungti prie norimo AP, ar tai paliks sprsti 
sistemai. Jei yra pasirinktas „Manual“ tipas, tada vis valdym atlieka sistemos vartotojas. Pasirinkus 
„Auto“ tip sistema pati automatiškai pradeda ieškoti bei prisijunginti prie prieigos tašk. 7 lentelje yra 
pateikti skirting telefon marki element tarnavimo laikai naudojant „HandyWi“, „Hotspot Finder“ ir 
„FON WiFi“ programas. Šie laikai gauti panaudojant papildomai sukurt program „BateryInfo“ (žr. 40 
pav.). Visi 
renginiai buvo pilnai 
krauti prieš pradedant tikrinti baterijos budjimo laik. Su kiekvienu 
telefonu buvo išbandomos šios trys programos. Bandymo trukm visuose bandymuose buvo aštuonios 
valandos. Taigi, 7 lentelje yra pateikti rezultatai, kai 
renginiai niekur nejudjo ir juos supo trys FON 
maršrutizatoriai. 
7 lentel. Elemento stiprumas, kai 	renginiai nejuda 
# Telefono modelis Programos pavadinimas Elemento stiprumas % 
(po aštuoni valand darbo) 
1 Nokia N80 „HandyWi“ 
„Hotspot Finder“  
„FON WiFi“ 
97 
82 
82 
2 Nokia N95 „HandyWi“ 
„Hotspot Finder“ 
„FON WiFi“ 
95 
81 
81 
3 Nokia E70 „HandyWi“ 
„Hotspot Finder“  
„FON WiFi“ 
97 
82 
82 
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40 pav. BateryInfo programos langas 
 
Taiau tuo atveju jeigu aplinkoje nebus pasiekiam prieigos tašk, tai „Hotspot Finder“ ir „FON 
WiFi“ programos dirbs periodiniu režimu. Šiame darbe sistema buvo taip projektuota, kad jei aplinkoje 
nebus rasta pasiekim prieigos tašk, tada „HandyWi“ taip pat pradeda veikti periodiniu režimu, tol kol, 
suranda bent vien prieigos tašk. Taigi jei aplinkoje nebus prieigos tašk tai bandymo rezultatai vis 
testuojam program bus labai panaš	s.  
8 lentelje yra vaizduojami skirting telefon marki element tarnavimo laikai naudojant 
„HandyWi“, „Hotspot Finder“ ir „FON WiFi“ programas. Visi 
renginiai buvo pilnai 
krauti prieš 
pradedant skaiiavimus. Su kiekvienu telefonu buvo išbandomos šios trys programos. Bandymo trukm 
keturios valandos. Bandymo rezultatai gauti, kai 
renginiai judjo chaotiškai 74m2 plote ir juos supo 
dvylika FON maršrutizatori. 
8 lentel.  Elemento stiprumas, kai 	renginiai juda chaotiškai 
# Telefono modelis Programos pavadinimas Elemento stiprumas %  
(po keturi valand darbo) 
1 Nokia N80 „HandyWi“ 
„Hotspot Finder“ 
 „FON WiFi“ 
82 
81 
82 
2 Nokia N95 „HandyWi“ 
„Hotspot Finder“  
„FON WiFi“ 
80 
83 
81 
3 Nokia E70 „HandyWi“ 
„Hotspot Finder“  
„FON WiFi“ 
82 
82 
79 
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Pateiktoje 9 lentelje yra vaizduojami skirting telefon marki element tarnavimo laikai 
naudojant „HandyWi“, „Hotspot Finder“ ir „FON WiFi“ programas. Visi 
renginiai buvo pilnai 
krauti 
prieš pradedant bandymus. Su kiekvienu telefonu buvo išbandomos šios trys programos. Bandymas truko 
keturios valandas. Bandymo rezultatai gauti, kai 
renginiai judjo 2 km ilgio gatvje Ciuriche (Šveicarija), 
objektai judjo apie 3-4 km/h greiiu ir juos supo apie šimtas FON maršrutizatori. 
9 lentel. Elemento stiprumas, kai 	renginiai judjo pastoviu greiiu 
# Telefono modelis Programos pavadinimas Elemento stiprumas %  
(po keturi valand darbo) 
1 Nokia N80 „HandyWi“ 
„Hotspot Finder“  
„FON WiFi“ 
78 
82 
83 
2 Nokia N95 „HandyWi“ 
„Hotspot Finder“  
„FON WiFi“ 
74 
80 
79 
3 Nokia E70 „HandyWi“ 
„Hotspot Finder“  
„FON WiFi“ 
77 
84 
82 
 
Taigi, atlikti bandymai parod sukurtos sistemos pranašumus. Beveik visose situacijose HandyWi 
sistema aplenk savo konkurentes.  
Elemento stiprumai, proc., kai naudojmas telefonas Nokia N80
82
82
97
81
82 83
7875
80
85
90
95
100
„HandyWi“ „Hotspot Finder“ „FON WiFi“
proc.
Elemento stiprumas, kai 
renginiai nejuda
Elemento stiprumas, kai 
renginiai juda chaotiškai
Elemento stiprumas, kai 
renginiai juda pastoviu greiius
 
41 pav. Elemento stiprumas, po 
vairi bandym 
 
Pirmojo bandymo rezultatai buvo tiktini iš anksto, kadangi yra akivaizdu: jei sistema kas minut 
bando persijunginti, kai to visai nereikia, tai tokia programa išeikvos elemento resursus daug greiiau, 
nei tokia sistema, kuri susirado prieigos tašk vien kart ir daugiau joki papildom paiešk neatliko. 
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Antrojo bandymo rezultatai yra labai panaš	s, kadangi HandyWi programa turjo dažnai 
perieškoti prieigos taškus bei iš naujo prie j prisijungti; kartais nutikdavo taip, kad paieška b	davo 
atlikinjama kelis kartus per minut. Todl jau ia HandyWi sistema pareikalavo didesni energetini 
resurs. Taiau reikia atkreipti dmes
 
 tai, kad sistema turi ne tik naudoti, kiek 
manoma mažiau 
energetini resurs, bet ir užtikrinti pastov interneto ryš
. Šiuo atveju HandyWi susitvark daug geriau už 
savo „konkurentus“, kadangi pvz. „Hotspot Finder“ pakartotinai ieškodamas prieigos tašk kas minut, 
dažnai prarasdavo interneto ryš
. 
Treiojo bandymo metu HandyWi programos rezultatai buvo prasiausi, kadangi HandyWi turjo 
dažniau perieškoti prieigos taškus bei iš naujo prie j prisijungti, beveik visada nutikdavo taip, kad 
paieška b	davo atliekama kelet kart per minut. Todl jau ia HandyWi sistema pareikalavo didesni 
energetini resurs. Taiau, kaip jau minta ankšiau, reikia atkreipti dmes
 
 tai, kad sistema turi ne tik 
naudoti kiek 
manoma mažiau energetini resurs, bet ir užtikrinti pastov interneto ryš
. Šiuo atveju 
HandyWi susitvark daug geriau už savo „konkurentus“, bet ir išeikvojo labiausiai telefono elemento 
resursus. Rezultatas yra akivaizdus, kadangi kitos programos kaip „Hotspot Finder“ ir „FON WiFi“ 
užtikrino interneto ryš
 tik periodiškai, o ne išlaik j
 pastov.   
 
3.2 SISTEMOS APRIBOJIMAI IR GALIMYBS 
 
Kiekvienai kuriamai sistemai yra numatyti apribojimai tai yra sistema yra „
statoma“ 
 tam tikrus 
ržius. Sukurta „HandyWi“ sistema yra neišimtis. Sistemos vartotojui 
jungus automatin
 valdym reikt 
nepamiršti, kad sistema ne visada gali užtikrinti pastov interneto ryš
. Pastovaus internetinio ryšio 
užtikrinim lemia keli faktoriai: 
 Kiek aplinkoje yra pasiekiam prieigos tašk. ia yra akivaizdu jei aplinkoje sistema 
neranda prieigos tašk, tai internetinio ryšio šiuo atveju sistema tikrai neužtikrins. 
 Jei sistema yra tokioje aplinkoje, kurioje yra užtektinai prieigos tašk, tai yra bet kokiame 
taške atsid	rusi sistema pasieks bent vien prieigos tašk. Taiau ir tai neužtikrins pastovaus interneto 
ryšio, kadangi  miglotoji biblioteka darydama sprendim atsižvelgs 
 tris 
verius:  
1. Signalo stiprum, žymim S raide. 
2. Judjimo krypt
. Judjimo krypties išraiška 1
 tt SSk . 
3. Greit
. Greiio išraiška || 1
 tt SSv . 
Abi išraiškos „judjimo krypties“ bei „greiio“ rodo signalo stiprumo kitim dabartiniu ir prieš 
tai buvusiu laiko momentu. Kuo skirtumas didesnis, tuo judjimo greitis yra didesnis. Sistemos stabilumui 
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labai didel reikšm turi prieigos tašk antenos. Paprasti standartiniai aparatai gali transliuoti ir priimti 
signal iki 100 metr tiesioginio matomumo zonoje. Taiau tai yra tik teorinis skaiius, kadangi signal 
riboja pastat konstrukcijos. Kitas dalykas tas, kad prieigos tašk paieška, bei prisijungimas prie 
maršrutizatoriaus trunka nuo keli iki keliasdešimt sekundži. Taigi, galime teoriškai paskaiiuoti, kokiu 
maksimaliu vidutiniu greiiu galima judti, kad sistema gebt užtikrinti pastov interneto ryš
. Šitam 
uždaviniui išsprsti primme prielaid, kad aplinkoje yra išdstyti prieigos taškai taip, kad sistema gals 
prisijungti prie maršrutizatoriaus atsid	rusi, bet kokiame taške. Taigi, jeigu priimame prielaid, kad 
vidutiniškai prieigos tašk paieška trunka 10 sekundži, o maršrutizatoriai transliuoja 50 metr spinduliu 
signal, tada nesunkiai galime surasti vidutin
 greit
  
t
L
v  ; 
stat davinius gauname, kad vidutinis greitis yra lygus 5 m/s tai yra 18 km/h. Tai yra tik teoriniai 
paskaiiavimai, kadangi sumodeliuoti toki situacija ir atlikti matavimus reikia, tam tikr prietais bei 
tankiai išdstyt maršrutizatori. 
 
3.3 TOLIMESNS SISTEMOS TOBULINIMO PLTOJIMO GALIMYBS 
 
Tolimesnis programos pltojimo galimybs yra kelios: 
 Pirma sistema automatiškai geba prisijunginti tik prie FON prieigos tašk. Lietuvoje FON 
prieigos taškai nra dar populiar	s. Kovo mnes
 Lietuvoje FON registruotos „foneros“ sudar apie 10%  
TEO bevielio tinklo zonos skaiiaus. Kad sistema b	t populiaresn reikt padaryti palaikym, 
pavyzdžiui, Zebra prieigos taškams.  
Antra,  reikt pagalvoti, kaip praplsti sistemos galimybes, tai yra, kad sistema gerai veikt, 
jundant didesniu nei 18 km/h greiiu. Vienas iš sprendim pritaikyti sistem prie WinMax technologijos 
tai pakelt sistemos tobulum, kadangi WinMax technologija užtikrina apie 5 km atstumu signalo 
transliavim. Bet ši technologija yra dar mažiau populiari šiai dienai.  
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IŠVADOS 
 
Bevielis tinklas šiandiena nebe egzotika, o tiesiog b	tinyb. Vos ne kiekvienoje didesnje užeigoje 
galima pasinaudoti nemokama prieigos zona ir perži	rti elektronin
 pašt, nudirbti vien kit darbel
  ar 
tiesiog pasiskaityti naujienas. Tik, deja, bevielio tinklo prieinamumas labai ribotas. Paprasti standartiniai 
aparatai gali transliuoti ir priimti signal iki 100 metr tiesioginio matomumo zonoje. Paprastai j riboja 
pastat konstrukcijos. [16] Kita problema - aplinkoje yra 
vairiausi prieigos tašk, todl atsiranda noras, 
kad sistema gebt automatiškai rasti bei prisijungti prie prieigos tašk. Iš to ir gim siekiamos sistemos 
tikslas: tai yra sukurti automatiškai gebania aptikti bei prisijungti prie prieigos tašk sistem, kuri 
išlaikyt pastov interneto ryš
 bei kiek 
manoma sumažinti energetini telefono resurs eikvojim. 
Taigi, siekiant sukurti bevielio interneto prieigos tašk paieškos sistem, tenkinani 
šiandieninius išrankaus vartotojo poreikius tokius, kaip patogus valdymas, nuolatinis internetinio ryšio 
užtikrinimas, telefono energetini resurs taupymas, buvo apžvelgta literat	roje si	lomi ir galimi 
pritaikyti mintos problemos sprendimo b	dai. Po atliktos analizs buvo nusprsta, sistemos valdymui 
panaudoti miglotj logik, kadangi naudojant miglotj
 valdym galima apjungti žmogiškj patirt
, 
atsižvelgiant 
 ekspert si	lymus ir sukaupt bandym rezultatus. 
Projektuojama sistema buvo išskaidyta 
 keturis etapus: vartotojo ssajos komponent, 
miglotosios logikos komponent, duomen bazs komponent ir autentifikacijos komponent. Toks 
nepriklausomas sistemos k	rimas etapais užtikrino skming sistemos suk	rim.  
Suprojektuotuos ir sukurtos programos veikimo stabilumui užtikrinti buvo parengtas ir pritaikytas 
baltos džs testavimo modelis. Naujai sukurtos sistemos kokybei ir valdymo patogumui bei paprastumui 
užtikrinti buvo parašytos programos 
diegimo ir naudojimo instrukcijos.  
Suk	rus sistem, buvo atliktas eksperimentinis jos tyrimas, palyginant sukurt sistem su kitomis 
sistemomis. Rezultatuose buvo kreipiamas dmesys 
 elemento naudojim, bei interneto užtikrinamum. 
Bandymo rezultatai išryškino „HandyWi“ sistemos stiprisias savybes: 
  sistemai nejudant arba judant labai nedideliame plote, „HandyWi“ sugeba  ne tik automatiškai 
rasti ir prisijungti prie prieigos tašk, bet ir išnaudoja mažiausiai elemento resurs. Tai paprasta paaiškinti: 
kitos sistemos naudoja periodin paiešk ir dažnai atsitikdavo taip, kad sistemai visai nereikjo 
pakartotinai ieškoti prieigos tašk.  
  sistemai judant dideliame plote, „HandyWi“ sugeba užtikrinti pastov internet (pastovaus 
interneto užtikrinimui reikia tankaus prieigos tašk tinklo). Kitos sistemos neužtikrino pastovaus interneto 
ir tai yra akivaizdu, nes jos pakartotinai ieškodavo prieigos tašk atjus nustatytam laikui ir 
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neanalizuodavo konkreios esamos situacijos, taiau šios sistemos išeikvojo mažiau elemento resurs, 
kadangi buvo atliktas mažesnis skaiius prieigos tašk paiešk. 
Taigi sukurta sistema yra pranašesn už kitas sistemas tuo, kad pakartotinai ieško prieigos tašk 
tada kai to reikia. Dl šios priežasties yra taupomi telefono elemento resursai bei daug geriau užtikrinamas 
pastovus internetas, net tuo atveju, kai prieigos tašk paieška yra atliekama periodiškai.  
Siekiant pagr
sti sistemos funkcionavimo tikrum buvo paskaiiuotas teorinis sistemos judjimo 
greitis, t.y. kokiu greiiu gali judti sistema, kad ji dar b	t veiksminga ir užtikrint interneto ryš
. Gauti 
rezultatai parod, kad greitis gali siekti iki 18 km/h. 
Skiriant daugiau investicij tiek laiko, tiek finans atžvilgiu, b	t galima toliau pltoti sukurt 
sistem patobulinant j sugebjimu prisijungti ne vien tik prie „Fon“ prieigos tašk, bet ir, pavyzdžiui, 
prie „Zebra“ prieigos tašk, taip pat pritaikyti sistem prie WinMax technologijos. 
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SUMMARY 
 
The object of this work is to keep stable communication between smart phone and wireless 
adapter. There are many created access points discovery systems at the moment, but those systems “don’t 
know” how to discovery and connect to suitable access point. Also existing systems have lost a lot of 
smart phone battery energy during discovering access points. The main existing systems issues and issues 
solving abilities by using fuzzy logic are presented at this work. 
The subject of research, object and subject relevance were detectable through literature analysis 
and through existing access point discovery systems issues are presented in the first part.    
The subject of research and object are presented in the first part of this work. Also, subject 
relevance is presented pursuant to literature analyze of wireless internet access point discovery system. 
Object components design and programming process are presented in the second part. UML, 
Visio and Fuzzytech programs are used for designing components. Events, sequence and class diagrams 
are viewed in this part, also this part contain database schema and fuzzy sets diagrams. The main wireless 
internet discovery system is created in this part. The system is called “HandyWi”. 
The “HandyWi” system is comparison with existing system and quality data results are stored in 
the third part. 
The conclusions of the work, automatic access point discovery system functionality, oneness and 
further development abilities are presented in last part.  
The work consists of 41 pictures, 9 tables and conceptual dictionary. There have been 20 
bibliographical sources used. 
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TERMIN, SANTRUMP ŽODYNAS 
 
WiFi -  Wireless Fidelity. - protokolas ir standartas 
renginiams naudojantiems 
plaiajuost
 radijo ryš
, skirtas organizuoti vietinius belaidžius ryšius. 
Sukurtas Wi-Fi Alliance konsorciumo, IEEE 802.11 (a,b,c, g) standarto 
pagrindu. Mobil	s 
renginiai turintys Wi-Fi klientinius gavimo-primimo 

renginius gali pasijungti 
 lokalius tinklus ir gauti interneto prieig per taip 
vadinamus ryšio taškus ( „hotspots“, access point). [17] 
 
Prieigos taškas  
(access point; hotspot) -  jungimosi taškas - 
renginys, sujungiantis bevielius komunikacijos 

renginius 
 beviel
 tinkl (wireless network). Paprastai jungiamas prie 
vielinio kompiuterinio tinklo ir perduoda duomenis tarp vielinio ir bevielio 
tinklo 
rengini. Keli sujungti AP 
renginiai gali suformuoti didesn
 tinkl, 
leidžiant
 daryti roaming'. AP 
renginiai turi savo IP adres 
konfig	ravimui.[17] 
 
Symbian OS –   populiari operacin sistema išmaniems telefonams. 
 
Series 60 –    kompanijos Nokia vartotojo ssajos platforma padaryta ant Symbian OS. 
 
Išmanusis telefonas –  mažo kompiuterio procesoriaus galia ir atmintis, integruota 
 standartin
 
mobiliojo telefono korpus, t.y. tai mobilusis telefonas turintis operacin 
sistem, pavyzdžiui Symbian OS, Windows CE ir t.t. 
 
GUI –     vartotojo ssaja. 
 
MB –     megabaitas. 
 
 
 
 
