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Red: Se entiende por red de telecomunicación al conjunto de medios, tecnologías, 
protocolos y facilidades en general, necesarios para el intercambio de información 
y archivos entre los usuarios de una red. 
 
Conmutación: La Conmutación se considera como la acción de establecer una 
vía, un camino, de extremo a extremo entre dos puntos, un emisor (Tx) y un 
receptor (Rx) a través de nodos o equipos de transmisión. La conmutación 
permite la entrega de la señal desde el origen hasta el destino requerido. 
 
Vlan: Red de área local virtual, es un método para crear redes lógicas 
independientes dentro de una misma red física. Varias VLAN pueden coexistir en 
un único conmutador físico o en una única red física. 
 
Tramas: Una trama es una unidad de envío de datos. Es una serie sucesiva de 
bits, organizados en forma cíclica, que transportan información y que permiten en 
la recepción extraer esta información. Viene a ser el equivalente de paquete de 
datos o paquete de red en el nivel de red del modelo OSI. 
 
Router: Es un dispositivo de hardware que permite la interconexión de 
ordenadores en red. El Router o enrutador es un dispositivo que opera en capa 
tres. Así, permite que varias redes u ordenadores se conecten entre sí y, por 






El presente trabajo contiene dos problemas principales a resolver: 
 
Escenario 1: Una empresa de confecciones posee tres sucursales distribuidas en 
las ciudades de Bogotá, Medellín y Bucaramanga, en donde el estudiante será el 
administrador de la red, el cual deberá configurar e interconectar entre sí cada uno 
de los dispositivos que forman parte del escenario, acorde con los lineamientos 
establecidos para el direccionamiento IP, protocolos de enrutamiento y demás 
aspectos que forman parte de la topología de red. 
 
Escenario 2: Una empresa de comunicaciones presenta una estructura Core 
acorde a la topología de red, en donde el estudiante será el administrador de la red, 
el cual deberá configurar e interconectar entre sí cada uno de los dispositivos que 
forman parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, ether-channels, VLAN’s y demás aspectos que forman parte 
del escenario propuesto. 
 
Con una serie de pasos estructurados se debe configurar los dispositivos y generar 
conexiones de manera correcta. 
 
 




























The following task contains two main problems to solve:  
 
Scenario 1: a manufacturing company has three branches in the cities of Bogota, 
Medellin and Bucaramanga, in which the student will be the administrator of the 
network, who must set and interconnect between them each device that makes 
part of the scenario, according with the established guideline for the direction of 
the IP, protocols of routing and other aspects that are in the topology of the 
network. 
 
Scenario 2: A communication company presents a core structure in accordance 
with the topology of the network, here the student will be the administrator of the 
network, who must set and interconnect between them each device that makes 
part of the scenario, this according with the established guidelines for the IP 
direction, ether-channels, VLAN’s and other aspects that are suggested on the 
scenario. 
 
With a serie of organize steps the devices must set to generate connections in a 
proper way.  
 












El presente trabajo como tiene objetivo aplicar una serie de conocimientos 
adquiridos a lo largo del diplomado. De los temas mas relevantes de aprendizaje, 
se encuentran: 
- La implementación de redes conmutadas IP de Cisco. 
- Planificación, configuración y verificación de la implementación de soluciones 
complejas de conmutación empresarial que utilizan la arquitectura de campus 
empresarial de Cisco. 
- Habilidades avanzadas para configurar, administrar y solucionar problemas de 
LAN, WAN con Expand en IPv6 y las tecnologías Cisco StackWise, VSS y 
DMVPN. 
- Conmutadores, enrutadores, mitigación básica de amenazas de seguridad de 
Cisco e introducción a las nuevas tecnologías agregadas, DMVPN, StackWise, 
VSS e IPv6 y habilidades basadas en el rendimiento. 
- Uso de los siguientes protocolos: IP, Protocolo de enrutamiento de puerta de 
enlace interior mejorado (EIGRP), Abrir primero el camino más corto (OSPF), 
Protocolo de puerta de enlace fronterizo (BGP), Protocolo de interfaz de línea 
serie, VLAN, VTP, STP, PVST, MST, canales Ethernet y tecnologías de 
seguridad de red. 
 
En el  escenario 1 tenemos  una empresa con tres sucursales las cuales  tiene 
una red cada una, para este escenario nosotros seremos los encargados de toda 
la red para lo cual se requiere realizar la configuración de cada  equipo activo de 
cada red, una vez teniendo lo anterior  debemos de interconectar   las tres 
sucursales entre si  utilizando  protocolos de enrutamiento como OSPF  y EIGRP  
y configurando  el direccionamiento IP establecido para así lograr una 
comunicación efectiva entre las tres sucursales   que se encuentran en las 
ciudades de Bogotá , Medellín y Bucaramanga 
 
Para el escenario 2 nos encontramos con una empresa de comunicaciones donde 
allí nosotros seremos los administradores de la red de dicha empresa, la cual 
cuenta con una red core ya existente, donde se nos pide como administradores 
de la red configurar cada dispositivo activo e interconectarlo a la red, para ello 
utilizamos configuración de vlans, port channel, puertos troncales, lo anterior para 






Una empresa de confecciones posee tres sucursales distribuidas en las ciudades 
de Bogotá, Medellín y Bucaramanga, en donde el estudiante será el administrador 
de la red, el cual deberá configurar e interconectar entre sí cada uno de los 
dispositivos que forman parte del escenario, acorde con los lineamientos 
establecidos para el direccionamiento IP, protocolos de enrutamiento y demás 
aspectos que forman parte de la topología de red. 
Topología de red 
 
Figure 1. Topologia de Red 
 
 
Configurar la topología de red, de acuerdo con las siguientes especificaciones. 





Figure 2. Topología Inicial 
 
 
Parte 1: Configuración del escenario propuesto 
1. Configurar las interfaces con las direcciones IPv4 e IPv6 que se muestran 
en la topología de red. 
 





Figure 4. Configuración Router Bucaramanga 
 









Figure 7. Configuración de Interfaces 
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2. Ajustar el ancho de banda a 128 kbps sobre cada uno de los enlaces 
seriales ubicados en R1, R2, y R3 y ajustar la velocidad de reloj de las 




Figure 8. Configuración de ancho de banda 
 
 










3. En R2 y R3 configurar las familias de direcciones OSPFv3 para IPv4 e 
IPv6. Utilice el identificador de enrutamiento 2.2.2.2 en R2 y 3.3.3.3 en 
R3 para ambas familias de direcciones. 
 
Figure 11. Identificador de enrutamiento 
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4. En R2, configurar la interfaz F0/0 en el área 1 de OSPF y la conexión 
serial entre R2 y R3 en OSPF área 0. 
 
Figure 12. Configuración OSPF Area 
 
5. En R3, configurar la interfaz F0/0 y la conexión serial entre R2 y R3 en 
OSPF área 0. 
 
 
Figure 13. Configuración OSPF Area 
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6. Configurar el área 1 como un área totalmente Stubby. 
 
Figure 14. Configuración Stubby 
 
7. Propagar rutas por defecto de IPv4 y IPv6 en R3 al interior del dominio 
OSPFv3. Nota: Es importante tener en cuenta que una ruta por 
defecto es diferente a la definición de rutas estáticas. 
 
Figure 15. Propagación de rutas 
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8. Realizar la configuración del protocolo EIGRP para IPv4 como IPv6. 
Configurar la interfaz F0/0 de R1 y la conexión entre R1 y R2 para EIGRP 
con el sistema autónomo 101. Asegúrese de que el resumen automático 
está desactivado. 
      
     
Figure 16. Configuración EIGRP 
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9. Configurar las interfaces pasivas para EIGRP según sea apropiado. 
 
 
     




10.   En R2, configurar la redistribución mutua entre OSPF y EIGRP para 
IPv4 e IPv6. Asignar métricas apropiadas cuando sea necesario. 
 
         
      





11. En R2, de hacer publicidad de la ruta 192.168.3.0/24 a R1 mediante una 





Figure 19. Lista de distribución 
 
Parte 2: Verificar conectividad de red y control de la trayectoria. 
a. Registrar las tablas de enrutamiento en cada uno de los routers, acorde 






Figure 20. Verificación de conectividad 
 





Figure 22. Verificación de conectividad 
 




Figure 23. Direcciones ips 
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c. Verificar que las rutas filtradas no están presentes en las tablas de 
enrutamiento de los routers correctas. 
Nota: Puede ser que Una o más direcciones no serán accesibles desde todos 
los routers después de la configuración final debido a la utilización de listas de 










Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que forman 
parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte del 
escenario propuesto. 
 
Topología de red 
 
 














Parte 1: Configurar la red de acuerdo con las especificaciones. 
a. Apagar todas las interfaces en cada switch. 
 
 




b. Asignar un nombre a cada switch acorde al escenario establecido. 
 




c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 








Figure 30. EtherChannel capa-3 utilizando LACP en DLS2 
 




Figure 31. Port-channels en interfaces Fa0/7 y Fa0/8 en DLS1 
 
 
         Figure 32. Port-channels en interfaces Fa0/7 y Fa0/8 en ALS1 
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         Figure 33. Port-channels en interfaces Fa0/7 y Fa0/8 en DLS2 
 
 
        Figure 34. Port-channels en interfaces Fa0/7 y Fa0/8 en ALS2 
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3) Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 
 
 
         Figure 35. Port-channels interfaces F0/9 y fa0/10 utilizando PAgP para DLS1 
 
 




        Figure 37. Port-channels interfaces F0/9 y fa0/10 utilizando PAgP para DLS2 
 
 
        Figure 38. Port-channels interfaces F0/9 y fa0/10 utilizando PAgP para ALS1 
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        Figure 39. VLAN 800 como la VLAN nativa en DLS1 
 
 














d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
1) Utilizar el nombre de dominio UNAD con la contraseña cisco123 
 
 
         Figure 43. Dominio UNAD con la contraseña cisco123 en DLS1 
 
  




         Figure 45. Dominio UNAD con la contraseña cisco123 en ALS2 
 





          Figure 46. DLS1 como servidor principal para las VLAN 
 
 










































Figure 49. Configuración de Vlan
Número de 
VLAN 
Nombre de VLAN 
Número de 
VLAN 
Nombre de VLAN 
800 NATIVA 434 ESTACIONAMIENTO 
12 EJECUTIVOS 123 MANTENIMIENTO 
234 HUESPEDES 1010 VOZ 





f. En DLS1, suspender la VLAN 434. 
 
 










g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, 





Figure 52. Configuración VTP transparente y VLAN 
 
h. Suspender VLAN 434 en DLS2. 
 
Figure 53. Configuración vlan 
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i. En DLS2, crear VLAN 567 con el nombre de CONTABILIDAD. La VLAN de 




Figure 54. Creación de vlan Contabilidad 
 
j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 800, 
1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234. 
 
   
 





k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 




Figure 56. Creación de Spanning tree root para VLAN, DLS2 
 
l. Configurar todos los puertos como troncales de tal forma que solamente las 







Figure 57. DLS2 Configuración puertos como troncales 
 
 





Figure 59. ALS1 Configuración puertos como troncales 
 
 
Figure 60. ALS2 Configuración puertos como troncales 
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m. Configurar las siguientes interfaces como puertos de acceso, asignados a 











Interfaz DLS1 DLS2 ALS1 ALS2 
Interfaz Fa0/6 3456 12 , 1010 123, 1010 234 
Interfaz Fa0/15 1111 1111 1111 1111 








Figure 62. Configuración de vlan 
 
Part 2: conectividad de red de prueba y las opciones configuradas. 
 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 





Figure 63. Verificación de vlan 
 
b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente 
 








Se propone una solución para un caso práctico que se puede presentar a 
nivel laboral. De esta manera se adquieren las competencias practicas 
necesarias al momento de abordar un problema y tener las herramientas 
necesarias de conocimiento para encontrar la solución más óptima y 
eficiente. 
Se implementan diferentes protocolos de conexiones para la solución de 
problemas. Esto genera un conocimiento más profundo y avanzado de los 
dispositivos que permiten demostrar las habilidades en lo aprendido a través 
del diplomando. 
Configuración de dispositivos (switches y routers ) para interconectividad, 
teniendo como punto fundamental la seguridad, interoperatividad, 
conexiones de diferentes escalas y demás habilidades necesarias para 
afrontar retos laborales. 
Configuración de ipv4 e ipv6 en los diferentes dispositivos actualizando los 
conocimientos y estando a la vanguardia de la tecnología, ya que con el paso 
del tiempo dichas configuraciones van cambiando de acuerdo a las 
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