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Pri izvajanju nalog policije nastajajo in se uporabljajo podatki različnih vrst. Posebno 
skupino predstavljajo zaupni podatki, ki obsegajo osebne podatke, tajne podatke in druge 
podatke, ki ob svojem nastanku niso namenjeni javnosti. Obstajajo pa tudi podatki, ki so 
ob svojem nastanku že namenjeni javnosti. Zaupne podatke je treba obravnavati na varen 
način in s posebno skrbnostjo, saj njihovo morebitno razkritje lahko pripelje do hudih 
posledic. Zaradi varovanja zaupnih podatkov so dolžni vsi, ki jih uporabljajo, dosledno 
upoštevati predpisana pravila in skrbno izvajati vse ukrepe varovanja. Zakonodaja 
opredeljuje in ureja več vrst zaupnosti, ki pa niso poenotene niti glede vsebine niti glede 
hrambe. Vendar še tako dobra normativna ureditev in sodobna tehnika ne moreta 
zagotoviti popolne varnosti, saj je vedno prisoten še človeški dejavnik. Raziskava izkazuje, 
da je v zadnjih treh letih na območju PU Maribor obravnavanih največ kaznivih dejanj 
zlorabe osebnih podatkov, kjer storilci izkoriščajo osebne podatke oškodovancev z 
ustvarjanjem lažnih profilov na socialnih omrežjih. Raziskava povzema ugotovitve, da so 
policisti na PP Maribor II dobro seznanjeni z zakonodajo s področja zaupnih podatkov, da 
jo razumejo in se zavedajo kršitev in njihovih posledic. Skrb vzbujajoče pa je spoznanje, 
da je več kot polovica anketirancev že kršila zaupnost podatkov zaradi osebne rabe ali 
zaradi lažjega opravljanja del v službi, pri čemer pa se velika večina strinja, da kršenje 
zaupnosti zelo škodi izvajanju nalog policije.  
 


























CONFIDENTIAL INFORMATION IN THE POLICE 
 
In performing police tasks are generated and used data of different types. The group 
consists of confidential information comprising personal data, classified data and other 
data which, when generated, have not been intended for the public. There is also data, 
which is intended for the public at the time of their generation. Confidential data shall be 
addressed in a safe manner and with particular care as their disclosure could potentially 
lead to serious consequences. Everyone who use confidential information shall strictly 
observe prescribed rules and carefully implement all security measures in order to protect 
such confidential information. Legislation defines and regulates several types of 
confidentiality, but these are not standardized neither in terms of content , nor in terms of 
retention. But even so good regulatory framework and modern technique cannot provide 
absolute security, as human factor is still present here. The survey shows that in the last 
three years Police Directorate Maribor addressed the highest percentage of criminal 
offenses of personal data abuse, where perpetrators take advantage of victims' personal 
information by creating false profiles on social networks. Conducted research summarizes 
the findings that police officers at the police station Maribor II are well familiar with the 
legislation on classified information, that they understand it and are well aware of 
violations and consequences of the breach, which is quite a delightful information. A 
worrying data, on the other hand, is that more than half of the respondents have already 
violated the confidentiality due to personal use or in order to facilitate the performance of 
their tasks and duties at work, whereas the vast majority agrees that breaching 
confidentiality is very detrimental to the implementation of police tasks.  
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SEZNAM UPORABLJENIH KRATIC IN OKRAJŠAV 
 
 
GPU UIT CZP Generalna policijska uprava, Urad za informatiko in                 
                   telekomunikacije, Center za zaščito podatkov  
ITSP Informacijsko-telekomunikacijski sistem policije  
MNZ Ministrstvo za notranje zadeve 
NOE GPU Notranje organizacijske enote Generalne policijske uprave  
OKC Operativno komunikacijski center 
SN SGDP  Sektor za nadzor pri službi generalnega direktorja policije 




























Potrebe po varovanju zasebnosti ljudi so se najprej pojavile zaradi različnih žalitev, 
napadov, prisluškovanj in podobnih ravnanj. Razlog, da se je pravica po varovanju 
zasebnosti pričela uveljavljati in izvajati v pravnih sistemih zelo pozno, je ta, da so večino 
kršitev zasebnosti, kot so prisluškovanje pogovorom prek telefonov, mikrofonov in 
elektronskih ojačevalcev; zbiranje, shranjevanje in iskanje informacij z video kamerami, 
računalniki in podobnimi napravami, omogočile šele nove tehnologije. Pred tovrstnimi 
iznajdbami je bil posameznik lahko utemeljeno prepričan, da mu v zasebnem prostoru ni 
mogoče prisluškovati. Tudi vdor v zasebnost večje skupine oseb je bil pred uporabo 
računalniških baz veliko težji, saj so bile informacije o posameznikih pretežno razdrobljene 
in težko dostopne. 
 
Z zaupnimi podatki se srečujemo predvsem takrat, kadar opravljamo posamezne naloge 
za organizacijo, v kateri smo zaposleni in jih ta določi za zaupne ali pa so kot takšne 
določene z zakonodajo. Podatki so opredeljeni kot zaupni z namenom, da se z njimi ravna 
na poseben način, da se z njihovim morebitnim razkritjem ali z zlorabo ne bi škodovalo 
delovanju in izvajanju nalog različnih organizacij ali celo interesom držav. 
 
Zaupni podatki se pojavljajo v pisnih virih in v ustnem komuniciranju. Zlasti pomembno je 
varovanje zaupnih podatkov, saj je njihovo ohranjanje pomembno za zgodovino in 
kulturno dediščino. Zaradi izjemne vsebine zaupni podatki niso prosto dostopni vsem, 
ampak samo upravičenim posameznikom, s tem pa je izkazano bistvo varovanja 
zaupnosti. 
 
Zaupni podatki so javnosti nedostopni in so varovani s fizičnimi in tehničnimi sredstvi. 
Zaradi hitrega razvoja informacijskih tehnologij postaja zaupnost podatkov občutljiv 
segment poslovanja z njimi. Vsako leto znova je evidentiran porast kaznivih dejanj 
neupravičenega vstopa v zaščitene računalniške baze in vdorov v računalniške sisteme 
ipd., s katerimi storilci neupravičeno pridobijo zaupne podatke, ki jih izdajo ali zlorabijo za 
svoje namene. Večina evidentiranih in obravnavanih kaznivih dejanj se nanaša na kazniva 
dejanja zoper gospodarstvo in premoženje. Ta kazniva dejanja so zaskrbljujoča predvsem 
takrat, kadar so naravnana proti človekovim pravicam in svoboščinam, proti vojaški 
dolžnosti, pravosodju ali celo zoper varnost držav. Ob tem se upravičeno postavlja 
vprašanje varnosti zaupnih podatkov, na kakšen način jih varovati in ali smo pri tem 
uspešni. 
 
Diplomsko delo opredeljuje zaupne podatke in pravne vire njihove ureditve, dostop do 
njih, obdelavo in hrambo zaupnih podatkov, razkritje in zlorabo ter varnostno politiko 
zaupnih podatkov. Osrednji predmet proučevanja je varstvo zaupnih podatkov v Republiki 
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Sloveniji. Ciljno proučevanje v okviru pričujoče naloge obsega zakonodajo, ki ureja 
varstvo zaupnih podatkov v Policiji, opredeljene so stopnje zaupnosti, ki se uporabljajo pri 
delu v Policiji, prikazan je postopek določitve stopnje zaupnosti in dostopanja do različnih 
stopenj zaupnosti, predstavljeni so načini in postopek dokumentiranja ter hranjenja 
zaupnih podatkov in podana časovna opredelitev zaupnosti oz. prenehanje zaupnosti. 
Ciljno proučevanje zajema tudi kršitve zaupnosti in njihove posledice. 
 
Anketa med zaposlenimi na Policijski postaji Maribor II je bila opravljena z namenom 
ugotoviti, kako so zaposleni seznanjeni z zakonodajo, ki ureja zaupne podatke, kako so 
seznanjeni z varovanjem zaupnih podatkov in ali so že kršili zaupnost varovanja podatkov. 
Prav tako nas je zanimalo, kakšni so bili razlogi za razkritje ali za izdajo zaupnih podatkov 
v primeru kršitev tajnosti oz. zaupnosti. 
 
Hipotezi diplomskega dela sta: 
Hipoteza 1: Za varstvo zaupnih podatkov v policiji je podlaga v zakonodaji zadovoljiva. 
Hipoteza 2: V policiji kljub vsem aktom s področja zaupnih podatkov prihaja do njihovih 
razkritij, kar škoduje izvajanju nalog in ugledu Policije. 
 
Izdelava diplomskega dela temelji na več metodah. Na podlagi metode zbiranja so bile 
zbrane informacije, ki obsegajo obravnavano temo. Z analitično metodo in interpretacijo 
sta bili obravnavani področji zakonodaje in drugih aktov. Obrazložitev dela z zaupnimi 
podatki v Policiji temelji na opisni metodi. Sintetična metoda pa je bila uporabljena pri 
potrjevanju postavljenih hipotez in pri oblikovanju predlogov za izboljšanje stanja varstva 
zaupnih podatkov. 
 
Vsebino diplomskega dela sestavljata teoretični in raziskovalni del. Teoretični del vsebuje 
pravno razlago in pravno ureditev zaupnih podatkov, zaupne podatke v Policiji in 
institucije za varstvo zaupnih podatkov. Raziskovalni del pa predstavlja izsledke anketne 
raziskave med policisti na Policijski postaji Maribor II in ovrednotenje hipotez diplomskega 
dela. V nadaljevanju je predstavljena tudi primerjalna analiza varstva zaupnih podatkov z 















2 OPREDELITEV ZAUPNIH PODATKOV 
 
 
Zaupni podatki se pojavljajo v pisnih virih in ustnem komuniciranju. Pomen zaupnih 
podatkov v dokumentarnem in arhivskem gradivu nakazuje, da vsebine niso prosto 
dostopne javnosti oziroma zainteresiranim skupinam ali posameznikom, ampak se lahko s 
temi informacijami in podatki seznanijo samo upravičene osebe. To je bistvo varovanja 
zaupnosti (Lavrič, 2008, str. 41). 
 
V zakonodaji so opredeljene tajnosti in skrivnosti varovanja informacij in podatkov, ki so 
tako pomembni, da bi z njihovim razkritjem lahko škodili delovanju in izvajanju nalog 
državnih organov, organizacij ali celo interesom Republike Slovenije. Pojem podatka se 
loči od pojma informacije. Podatek je dejstvo ali ideja (pojem, misel) v formalizirani obliki, 
primeren je za komuniciranje, o določeni stvari kaj pove ali se nanjo nanaša. Informacija 
pa vsebuje pomen, ki ga da človek podatkom v danih okoliščinah, vsebuje vednost o 
določeni stvari (Stare in Lavrič, 2008, str. 2). 
 
Zakonodaja loči pojma skrivnost in tajna. SSKJ (DZS, 2012) vsebuje oba izraza in ju tudi 
pojasnjuje ter pomensko loči v delu, ki je bistven za delo državne uprave, sicer pa 
dovoljuje enakopravno rabo obeh. Skrivnost po SSKJ je nekaj, česar se ne da razumeti, 
dojeti, pojasniti; je tisto kar kdo ve ali mu je zaupano in se ne sme pripovedovati drugim. 
Tajna pa je skrivnost (SSKJ). Izraz »tajnost« se je v slovenskih predpisih pričel uporabljati 
kot posledica vpliva jugoslovanske zakonodaje, ki je uzakonila izraz »tajna«, pri čemer se 
pojem tajnosti v Sloveniji pogosto enači s pojmom skrivnosti. 
 
Če bi povprašali naključno skupino ljudi, kaj je tajni podatek, bi zagotovo prejeli 
raznovrstne odgovore. Zaposlenim v policiji pa tajni podatek predstavlja dejstvo ali 
sredstvo z delovnega področja organa, ki se nanaša na: 
 javno varnost,  
 obrambo,  
 zunanje zadeve, 
 obveščevalno in varnostno dejavnost državnih organov: 
- sistemi, naprave, projekti in načrti, pomembni za javno varnost, obrambo, 
zunanje zadeve ter obveščevalno in varnostno dejavnost državnih organov 
Republike Slovenije ter 
- znanstvene, raziskovalne, tehnološke, gospodarske in finančne zadeve, ki so 
pomembne za javno varnost, obrambo, zunanje zadeve ter obveščevalno in 
varnostno dejavnost državnih organov Republike Slovenije (GPU UIT – CZP, 
2012). 
 
Tajni podatek se zaradi razlogov, določenih v Zakonu o tajnih podatkih zavaruje pred 
nepoklicanimi osebami. Tajen podatek je tisti, ki je po Zakonu o tajnih podatkih določen in 
označen kot tajen (GPU UIT – CZP, 2012). 
4 
 
Zaupnosti nastajajo pri rednem delu upravnih organov v širšem smislu, kot so državna 
uprava, samoupravne lokalne skupnosti, nosilci javnih pooblastil ter gospodarske družbe 
in organizacije (Lavrič, 2008, str. 43). 
 
Slovenska zakonodaja opredeljuje več vrst zaupnosti, ki pa niso poenotene niti glede 
vsebine niti glede hrambe. Zasledimo izraza zaupno in zaupnost, ki poimenujeta 
dostopnost in zavarovanje podatkov glede na dejstvo, da se za te podatke zagotavlja 
dostop le na podlagi načela potrebe in pravice po vedenju (Stare in Lavrič, 2008, str. 2). 
 
Vrste zaupnosti: 
- zaupni podatek v MNZ je podatek, operativno tehnično in drugo materialno 
sredstvo, objekt, ukrep in postopek službe MNZ, ki je razglašen za tajnost, ker 
je tako pomemben, da bi z njegovo izdajo nastale ali bi lahko nastale škodljive 
posledice za varnost države ali delovanje MNZ. Določen je v pravilniku  
o določanju zaupnih podatkov in o varovanju zaupnih in osebnih podatkov 
(MNZ, 2012). 
- varovani podatek policije je podatek, katerega obravnavanje mora 
spremljati izvajanje določenih varnostnih ukrepov in postopkov. Večina 
podatkov pri policijskem delu, razen tajnih podatkov, ima status osebnih ali 
varovanih podatkov. Varovane podatke policije urejata Zakonu o Policiji in  
Pravilnik o zaščiti podatkov policije (GPU UIT – CZP, 2012). 
- davčna tajnost je urejena v Zakonu o davčnem postopku, Pravilniku o 
izvajanju ZDavP-2. Oznaka »Davčna tajnost« je vedno brez stopnje tajnosti 
(GPU UIT – CZP, 2012). 
- poklicna skrivnost je tista  skrivnost, za katero je kdo izvedel kot zagovornik, 
odvetnik, zdravnik, duhovnik, socialni delavec, psiholog ali kot kakšna druga 
oseba pri opravljanju svojega poklica (KZ-1, 153. člen). Medicinske sestre so 
dolžne varovati kot poklicno skrivnost podatke o zdravstvenem stanju bolnikov, 
posebej pa so zadolžene  zdravstvene institucije, da vzpostavljajo in vzdržujejo 
tak informacijski sistem, ki ščiti varovančevo skrivnost, npr. z omejitvijo 
dostopa do dokumentacije. Posebej se to nanaša na računalniški informacijski 
sistem (Kodeks etike medicinskih sester in zdravstvenih tehnikov Slovenije, III. 
načelo). Zdravnik je dolžan varovati poklicno skrivnost. Za poklicno skrivnost se 
šteje vse, kar zdravnik in zdravstveno osebje pri opravljanju svojega poklica 
zvedo o bolniku ter o njegovih osebnih, družinskih in socialnih razmerah, pa 
tudi vse informacije v zvezi z ugotavljanjem, zdravljenjem in spremljanjem 
bolezni (Kodeks medicinske deontologije Slovenije, 35. člen). 
- osebni podatek je katerikoli podatek, ki se nanaša na posameznika, ne glede 
na obliko, v kateri je izražen. Tovrstne podatke vsebuje zbirka Centralnega 
registra prebivalstva (CRP). Z njim upravlja Ministrstvo za notranje zadeve. 
Urejen je v Zakonu o varstvu osebnih podatkov (MNZ, 2012). 
- občutljivi osebni podatki so podatki o rasnem, narodnem poreklu, 
političnem, verskem, filozofskem prepričanju, članstvu v sindikatu, 
zdravstvenem stanju, spolnem življenju, vpisu ali izbrisu iz kazenske evidence 
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ali evidenc, ki se vodijo na podlagi zakona, ki ureja prekrške ter biometrične 
značilnosti (fiziološke in vedenjske značilnosti posameznika, preko katerih je 
mogoča identifikacija posameznika). Urejeni so v Zakonu o varstvu osebnih 
podatkov (MNZ, 2012). 
- tajni podatek je dejstvo ali sredstvo z delovnega področja organa, ki se 
nanaša na javno varnost, obrambo, zunanje zadeve ali obveščevalno in 
varnostno dejavnost države, ki ga je potrebno zaradi razlogov, določenih v 
Zakonu o tajnih podatkih zavarovati pred nepoklicanimi osebami in ki je v 
skladu s tem zakonom določen in označen kot tajen (ZTP, 2. člen). 
- tajni podatek tuje države je podatek, ki ga je Republiki Sloveniji oz. njenim 
organom posredovala tuja država oz. njen organ ali mednarodna organizacija 
oziroma njen organ v pričakovanju, da bo ostal tajen,  ter podatek, ki je 
rezultat sodelovanja Republike Slovenije oziroma njenih organov s tujo državo 
ali z mednarodno organizacijo oziroma njenimi organi in za katerega se 
dogovori, da mora ostati tajen (ZTP, 2. člen). 
- poslovna skrivnost so listine in podatki poslovne ali civilne narave, ki so z 
zakonom ali drugim splošnim aktom razglašene za poslovno tajnost in so tako 
pomembne, da bi z njihovo izdajo očitno nastale ali bi lahko nastale hujše 
škodljive posledice za organizacijo. Poslovna skrivnost je urejena v Zakonu o 
gospodarskih družbah, v Zakonu o bankah in hranilnicah in drugih predpisih. 
Oznaka poslovna skrivnost je vedno brez stopnje tajnosti (GPU UIT – CZP, 
2012). 
- uradna tajnost; spisi v zvezi s patentno prijavo in prijavo modela so do 
objave patentne prijave v uradnem glasilu urada oziroma do registracije 
modela uradna tajnost (ZIL-1, 8. člen). 
- izpitna tajnost je v skladu z Zakonom o maturi gradivo, ki vsebuje izpitna 
vprašanja, naloge, šifre kandidatov, dodeljene točke in ocene (Pravilnik o 
varovanju izpitne tajnosti pri maturi, 3. člen).   
 
Pri izvajanju nalog policije nastajajo in se uporabljajo štiri kategorije podatkov (GPU UIT – 
CZP, 2012) : 
1. osebni podatki,  
2. tajni podatki, 
3. drugi podatki, ki ob svojem nastanku niso namenjeni javnosti (to so podatki, 
namenjeni izvajanju nalog policije, ki so lahko dostopni le zadevnim 
organizacijskim enotam ali delavcem policije oziroma uporabnikom izven policije, ki 
so do teh podatkov upravičeni na podlagi zakonskega pooblastila) in  
4. podatki, ki so ob svojem nastanku namenjeni javnosti (npr. predpisi, letna poročila 











Policija je eden od organov, ki upravlja z osebnimi in s tajnimi podatki. Ključna zakona za 
delo z zaupnimi podatki sta Zakon o tajnih podatkih (Ur. list RS, št. 87/2001) in Zakon o 
varstvu osebnih podatkov (Ur. list RS, št. 86/2004). Glede na veliko pomembnost 
varovanja in obdelave zaupnih podatkov to področje ureja več zakonskih in na njih 
vezanih podzakonskih aktov. Najhujše kršitve zaupnosti so opredeljene kot kazniva 
dejanja in so parafirana v Kazenskem zakoniku. 
 
3.1 VARSTVO OSEBNIH IN TAJNIH PODATKOV TER VAROVANIH 
PODATKOV POLICIJE 
 
Varstvo osebnih podatkov je zagotovljeno z Ustavo Republike Slovenije. Prepovedana je 
uporaba osebnih podatkov v nasprotju z namenom njihovega zbiranja. Zbiranje, 
obdelovanje, namen uporabe, nadzor in varstvo tajnosti osebnih podatkov določa zakon. 
Vsakdo ima pravico seznaniti se z zbranimi osebnimi podatki, ki se nanašajo nanj, in 
pravico do sodnega varstva ob njihovi zlorabi  (Ustava RS, 38. člen). Pravica je 
zagotovljena vsakemu posamezniku, državljanu RS,  državljanu katerekoli države članice 
EU, državljanu tretje države, osebi brez državljanstva in drugim osebam, torej vsaki fizični 
osebi. Osebni podatki se morajo obdelovati zakonito in pošteno. Varstvo osebnih podatkov 
je podrobneje opredeljeno v Zakonu o varstvu osebnih podatkov (ZVOP-1). Z delovnega 
področja policije je obveznost varovanja osebnih podatkov opredeljena v Zakonu o policiji 
(ZPol, 56. člen). 
 
Posebnega pomena za varstvo osebnih podatkov pri delu policije je tudi Priporočilo 
Odbora ministrov Sveta Evrope št. R(87) iz leta 1987 o uporabi osebnih podatkov v 
policijskem sektorju. Z veljavnostjo Schengenskega informacijskega sistema ne gre 
prezreti niti pomena določb Schengenske konvencije o varstvu osebnih podatkov (GPU 
UIT - CZP, 2012). Policija lahko osebne podatke zbira samo zaradi opravljanja z zakonom 
določenih nalog. Zaradi izvajanja zakonitih nalog je dovoljena obdelava osebnih podatkov; 
vsakršna druga obdelava je torej kršitev pozitivnih predpisov (ZPol, 54. člen). Varovanju 
osebnih podatkov in tajnih podatkov so podvržene tudi varnostne osebe oz. osebe 
varovanja, ki so jim bili podatki zaupani zaradi opravljanja nalog (ZZasV-1, 14. člen). 
Svetovalne službe izobraževalnih inštitucij lahko osebne podatke zbirajo v soglasju z 
dijakom, s starši oziroma skrbniki dijakov. Če je dijak v družini ogrožen in ga je treba 
zavarovati, zadostuje soglasje dijaka. Svetovalni delavci so dolžni podatke varovati kot 
poklicno skrivnost (ZPSI-1, 86. člen).  
 
Določanje, varovanje, dostop in prenehanje tajnosti tajnih podatkov ureja Zakon o tajnih 
podatkih (ZTP). Delovno področje državnih organov se mora nanašati na javno varnost, 
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obrambo, zunanje zadeve ali obveščevalno in varnostno dejavnost države, ki je ogrožena 
(preprečena, onemogočena, onesposobljena, nedopustno zmanjšana, prehitena s strani 
konkurence in drugo). Tajnost zavezuje vse osebe, ki so jim bili tajni podatki zaupani ali 
so bile z njimi seznanjene in odgovarjajo za varovanje in ohranitev njihove tajnosti. 
Dolžnost varovanja tajnih podatkov za delavca policije velja tudi po prenehanju delovnega 
razmerja (ZPol, 56. člen). V Zakonu o javnih uslužbencih (ZJU) je v poglavju Načelo 
zaupnosti opredeljeno, da mora javni uslužbenec varovati tajne podatke, ne glede na to, 
kako jih je izvedel in da dolžnost varovanja velja tudi po prenehanju delovnega razmerja. 
Dolžnost varovanja tajnih podatkov velja, dokler delodajalec javnega uslužbenca te 
dolžnosti ne razreši (ZJU, 12. člen). Javni uslužbenec je podvržen tudi omejitvam pri 
opravljanju drugih dejavnosti, kjer lahko pride do konflikta interesov in bi lahko zlorabil 
informacije, do katerih ima dostop pri opravljanju nalog v službi in ki niso javne dostopne. 
Uradniki na položajih generalnega direktorja, generalnega sekretarja, predstojnika organa 
v sestavi, predstojnika vladne službe, načelnika upravne enote in direktorja občinske 
uprave oziroma tajnika občine pa ne smejo opravljati pridobitnih dejavnosti, razen 
znanstvenega, raziskovalnega, pedagoškega, umetniškega in publicističnega dela oziroma 
kulturne dejavnosti (ZJU, 100. člen). Odgovorni za tajnost podatkov so tudi vsi uslužbenci 
Urada za varstvo konkurence, ki morajo informacije in podatke varovati kot skrivnost in so 
za izdajo skrivnosti materialno in kazensko odgovorni (ZPOmk 32. člen). Slovenska 
obveščevalno-varnostna agencija je samostojna služba vlade, ki opravlja z zakonom 
določene naloge. Direktor agencije v skladu z Zakonom o slovenski obveščevalno-
varnostni agenciji (ZSOVA) določi, kateri podatki, pridobljeni pri izvajanju nalog agencije s 
tajnim sodelovanjem in posebnimi oblikami pridobivanja podatkov, so tajni. Zakon določa, 
da so do sprejema zakona, ki bo urejal določanje in varovanje zaupnih podatkov v 
državnih organih, državna tajnost podatki, ki jih agencija pridobi pri izvajanju nalog s 
tajnim sodelovanjem in posebnimi oblikami pridobivanja podatkov (ZSOVA, 52. člen). 
 
Poseben sklop varovanih podatkov so varovani podatki policije.  To so podatki, katerih 
obravnavanje mora spremljati izvajanje določenih varnostnih ukrepov in postopkov  (ZPol, 
56. člen). Ti podatki izhajajo iz narave dela policije in so ustvarjeni ali pridobljeni pri 
opravljanju policijskega dela. Nanašajo se na vire prijav, sporočil, pritožb, podatkov oseb 
v postopkih in v vseh drugih opravilih policije. Samo minister lahko v utemeljenem 
primeru, kadar to zahtevajo interesi izvedbe kazenskega postopka in če s tem ni ogroženo 
življenje ali osebna varnost posameznikov, na zahtevo pristojnih organov delavca policije 
razreši varovanja podatkov. Z odločbo Ustavnega sodišča št. U-I-271/08 iz leta 2011 je bil 
razveljavljen četrti odstavek 56. člena ZPol v delu, ki se nanaša na pogoje in postopek 
odločanja o razrešitvi dolžnosti varovanja tajnosti podatkov v zvezi z izvedbo dokaza z 
zaslišanjem delavca policije v kazenskem postopku. Ustavno sodišče je določilo, da se do 
drugačne zakonske ureditve postopek odločanja o varovanju tajnih podatkov spremeni. 
Odločba je na predsednika pristojnega višjega sodišča prenesla pravico uvedbe 
posebnega postopka (ex parte) in ta se lahko seznani z zaupnimi podatki policije v 
prostorih in na način, ki jih določi policija. Policija mora predsedniku višjega sodišča 
omogočiti dostop do zaupnih podatkov oziroma ga seznaniti z njimi za namen odločanja o 
dopustnosti njihovega razkritja v kazenskem postopku. Pri odločitvi bo predsednik višjega 
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sodišča tehtal med potrebo dokazovanja in stopnjo občutljivosti varovanega podatka ter 
ustavnopravnih vrednot, ki so med seboj v konfliktu. 
 
Tajnost podatka je eden od razlogov, zaradi katerega se lahko dostop javnosti do podatka 
javnega značaja omeji. V primeru konflikta, ki lahko nastane, če bi policija zavrnila 
zahtevo za posredovanje oziroma objavo nekega »svojega« tajnega podatka (na primer 
za potrebe pritožbenega postopka ali upravnega spora, ki ga lahko sproži prizadeti 
subjekt), je potrebno zagotoviti pisni dokument, to je oceno škodljivih posledic, v katerem 
so obrazloženi razlogi za določitev podatka za tajnega (GPU UIT – CZP, 2012). 
 
Dostop do informacij javnega značaja je uzakonjen v Zakonu o dostopu do informacij 
javnega značaja (ZDIJZ). Namen tega zakona je zagotoviti javnost in odprtost delovanja 
organov ter omogočiti uresničevanje pravice fizičnih in pravnih oseb, da pridobijo 
informacije javnega značaja (ZDIJZ, 2. člen).  V zvezi z zahtevo za dostop do informacij 
javnega značaja, ki se nanaša na tajni podatek, je potrebna presoja upravičenosti 
prevladujočega javnega interesa za razkritje.  
 
3.2 KAZENSKO PRAVO 
 
Kazenski zakonik RS (KZ-1) oziroma v njem opredeljena kazniva dejanja, povezana z 
izdajo ali razkritjem zaupnih podatkov (gre za podatke in dokumente, ki so z zakonom ali 
z drugim predpisom ali sklepom pristojnega organa, izdanim na podlagi zakona, razglašeni 
za tajne) in sodna praksa, ki se je oblikovala na tej podlagi, zahtevajo, da morata biti za 
pravno veljavno določitev tajnosti izpolnjena formalni in materialni kriterij. Formalni kriterij 
pomeni, da je podatek za tajnega na podlagi zakona določila (razglasila) pooblaščena 
oseba (ali neposredno zakon ali drug predpis) in je takšen podatek oziroma dokument 
označen z ustreznimi oznakami. Materialni kriterij pa pomeni, da morajo biti podatki tako 
pomembni, da bi z njihovo izdajo nastale ali bi lahko nastale (hujše) škodljive posledice za 
državo, vojsko ali državni organ oz. službo. V primeru kazenskega postopka zaradi suma 
storitve kaznivega dejanja izdaje ali razkritja tajnosti je nujno, da v zvezi z določitvijo 
tajnosti podatka, ki bi bil predmet postopka, obstaja še pisni dokument, v katerem je z 
opisom škodljivih posledic, ki bi nastale, če bi bil podatek izdan, ocenjen pomen podatka 
in je hkrati razvidno, da je določitev stopnje tajnosti v neposredni zvezi z oceno pomena 
podatka. 
 
Kazniva dejanja, ki pomenijo poseg v tuje skrivnosti, večinoma spadajo med kazniva 
dejanja zoper gospodarstvo, lahko pa pomenijo tudi kaznivo dejanje zoper premoženje, 
zoper človekove pravice in svoboščine, zoper vojaško dolžnost, zoper pravosodje ali celo 
zoper varnost države in njeno ustavno ureditev.  
 
Kaznivo dejanje zlorabe osebnih podatkov  (KZ-1, 143. člen) široko inkriminira vsakogar, 
ki bi uporabil osebne podatke v nasprotju z namenom njihovega zbiranja ali brez privolitve 
osebe. Prepovedani so vdori in nepooblaščeni vstopi v računalniško zbirko podatkov. V 
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tretjem in četrtem odstavku KZ-1 so opredeljena dejanja nedovoljenih objav na 
svetovnem medmrežju, kot so objave osebnih podatkov žrtev kaznivih dejanj, žrtev 
kršitev pravic ali svoboščin, zaščitenih prič in drugih zaupnih podatkov v zvezi s sodnimi 
postopki. V porastu so tudi kazniva dejanja v zvezi s prevzemom identitete druge osebe. 
 
Kaznivo dejanje napad na informacijski sistem (KZ-1, 221. člen) sankcionira vdore v 
informacijske sisteme in osebe, ki bi neupravičeno prestregle podatek ob nejavnem 
prenosu v informacijski sistem ali iz njega, ga neupravičeno uporabile, spremenile, 
preslikale, prenašale ali ovirale prenos podatkov. 
 
Specialno kaznivo dejanje vdor v poslovni informacijski sistem stori (KZ-1, 237. člen): »… 
kdor pri gospodarskem poslovanju neupravičeno uporabi, spremeni, preslika, prenaša, 
uniči ali v informacijski sistem vnese kakšen svoj podatek, ovira prenos podatkov ali 
delovanje informacijskega sistema, ali kako drugače vdre v informacijski sistem, da bi sebi 
ali komu drugemu pridobil protipravno premoženjsko korist ali drugemu povzročil 
premoženjsko škodo«. Pri tem kaznivem dejanju ni potrebno, da so podatki, do katerih se 
neupravičeno dostopa, opredeljeni kot poslovna skrivnost.  
 
KZ-1 s kaznivim dejanjem izdelovanje in pridobivanje orožja in pripomočkov, namenjenih 
za kaznivo dejanje (KZ-1, 306. člen) v svojem tretjem odstavku inkriminira tudi tiste 
osebe, ki z namenom storitve kaznivega dejanja posedujejo, izdelujejo, prodajajo, dajejo 
v uporabo, uvažajo, izvažajo ali kako drugače zagotavljajo pripomočke za vdor ali 
neupravičen vstop v informacijski sistem. 
 
Najsplošnejše je kaznivo dejanje izdaje tajnih podatkov (KZ-1, 260. člen), saj KZ-1 določa 
kršitve uradne osebe ali druge osebe, ki v nasprotju s svojimi dolžnostmi varovanja tajnih 
podatkov sporoči ali izroči komu tajne podatke ali mu kako drugače omogoči, da pride do 
njih, ali zbira take podatke, zato da jih izroči nepoklicani osebi. Enako velja za osebe, ki bi 
protipravno prišle do tajnih podatkov in jih neupravičeno uporabile ali jih brez dovoljenja 
javno objavile. 
 
Zaščita poslovnih in drugih skrivnosti je v okviru kazenskega prava zgolj dopolnilna. Druge 
pravne panoge zavezujejo k varovanju skrivnosti in prepovedujejo nepooblaščene posege 
v tuje poslovne skrivnosti, kazenske sankcije se izrekajo šele po tem, ko je bilo kaznivo 
dejanje že izvršeno. 
 
3.3 VARSTVO DOKUMENTARNEGA IN ARHIVSKEGA GRADIVA  
 
Zakon o varstvu dokumentarnega in arhivskega gradiva ter arhivih (ZVDAGAT) ureja 
način, organizacijo, infrastrukturo in izvedbo hrambe dokumentarnega gradiva v fizični in 
elektronski obliki, veljavnost oziroma dokazno vrednost takega gradiva, varstvo 
arhivskega gradiva in pogoje za njegovo uporabo, naloge arhivov in javne arhivske službe 
ter s tem povezane storitve in nadzor nad izvajanjem. Hramba dokumentarnega gradiva 
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pomeni ohranjanje izvirnega dokumentarnega gradiva ali uporabnosti vsebine tega 
gradiva. Arhivsko gradivo se odbere iz dokumentarnega gradiva javnopravnih oseb na 
podlagi zakona in po strokovnih navodilih pristojnega arhiva. Dokumentarno gradivo 
drugih pravnih in fizičnih oseb, ki ima lastnosti arhivskega gradiva, postane arhivsko 
gradivo na podlagi odločbe državnega arhiva. 
 
Javnopravne osebe morajo izročiti javno arhivsko gradivo arhivu najkasneje 30 let po 
nastanku gradiva, in sicer tudi gradivo (ZVDAGAT, 40. člen):  
–  ki vsebuje osebne podatke, vključno z občutljivimi osebnimi podatki,  
–  ki vsebuje tajne podatke v skladu z zakonom, 
–  ki je posebej varovano kot zaupno, če tako določa zakon ali poslovnik 
   državnega organa ali organa samoupravne lokalne skupnosti. 
 
Javno arhivsko gradivo, ki vsebuje podatke, ki se nanašajo na državno in javno varnost, 
obrambo, zunanje zadeve ali obveščevalno in varnostno dejavnost države ter njene 
gospodarske interese ter poslovne in davčne skrivnosti in katerih razkritje nepoklicani 
osebi bi lahko povzročilo škodljive posledice za varnost države in drugih oseb ter njihove 
interese, postane dostopno za uporabo praviloma najkasneje 40 let po nastanku. Javno 
arhivsko gradivo, ki vsebuje občutljive osebne podatke (podatki o rasnem, narodnem ali 
narodnostnem poreklu, političnem, verskem ali filozofskem prepričanju, članstvu v politični 
stranki in sindikatu, zdravstvenem stanju, spolnem življenju, vpisu ali izbrisu v ali iz 
kazenske evidence, ki se vodijo na podlagi zakona, ki ureja prekrške, biometrične 
značilnosti, če je z njihovo uporabo mogoče določiti posameznika v zvezi s kakšno od prej 
navedenih okoliščin), postane dostopno za uporabo 75 let po svojem nastanku ali deset 
let po smrti osebe, na katero se nanaša, če je datum smrti znan, če ni z drugimi predpisi 
drugače določeno (ZVDAGA, 40. člen).  
 
Dokumentarno gradivo, ki vsebuje tajne podatke, se v skladu s posebnimi predpisi hrani 
ločeno, da je zavarovana njihova tajnost (Uredba o upravnem poslovanju, 191. člen). 
Varna dolgoročna hramba zajetega dokumentarnega gradiva v digitalni obliki mora ves 
čas trajanja hrambe omogočati dostopnost zajetega dokumentarnega gradiva in 
ustvarjenih metapodatkov oziroma drugih podatkov z zagotavljanjem varovanja pred 
izgubo in s stalnim zagotavljanjem dostopa zgolj pooblaščenim uporabnikom (Uredba o 
varstvu dokumentarnega in arhivskega gradiva, 16. člen). Za hrambo tajnih podatkov se 
uporabljajo določbe predpisov o varovanju tajnih podatkov. Arhivsko gradivo se prenaša 
in prevaža na način in z opremo, ki zagotavlja zaščito arhivskega gradiva pred 
mehanskimi, toplotnimi in kemičnimi poškodbami. Pri prenosu tajnih podatkov se smiselno 





3.4 POSLOVNA SKRIVNOST, DAVČNA TAJNOST, URADNA TAJNOST, 
POKLICNA TAJNOST 
 
Poslovno skrivnost določa Zakon o gospodarskih družbah (ZGD-1). Za poslovno skrivnost 
se štejejo podatki, za katere tako določi družba s pisnim sklepom. S tem sklepom morajo 
biti seznanjeni družbeniki, delavci, člani organov družbe in druge osebe, ki morajo 
varovati poslovno skrivnost. Ne glede na to se za poslovno skrivnost štejejo tudi podatki, 
za katere je očitno, da bi nastala občutna škoda, če bi zanje izvedela nepooblaščena 
oseba (ZGD-1, 39. člen). S pisnim sklepom družba določi način varovanja poslovne 
skrivnosti in odgovornost oseb, ki morajo varovati poslovno skrivnost. Podatke, ki so 
poslovna skrivnost družbe, morajo varovati tudi osebe zunaj družbe, če so vedele ali če bi 
glede na naravo podatka morale vedeti, da je podatek poslovna skrivnost. Prepovedano je 
ravnanje, s katerim bi osebe zunaj družbe poskušale v nasprotju z zakonom in voljo 
družbe pridobiti podatke, ki so poslovna skrivnost družbe (ZGD-1, 40. člen). Varovanje 
poslovnih skrivnosti je lahko tudi predmet pogodbe o zaposlitvi med delodajalcem 
(nosilcem poslovne skrivnosti) in delavcem. Dolžnost varovanja poslovnih skrivnosti v 
delovnem razmerju ureja Zakon o delovnih razmerjih. Delavec ne sme izkoriščati za svojo 
osebno uporabo ali izdati tretjemu delodajalčevih poslovnih skrivnosti, ki jih kot take 
določi delodajalec in ki so bile delavcu zaupane ali s katerimi je bil seznanjen na drug 
način (ZDR, 36. člen). Protipravno pridobivanje poslovne skrivnosti drugega podjetja 
oziroma neupravičeno izkoriščanje zaupne poslovne skrivnosti drugega podjetja se šteje 
za dejanja nelojalne konkurence, ki jih prepoveduje Zakon o varstvu konkurence (ZVK, 
13. člen). Po konkurenčnem pravu lahko kršijo poslovno skrivnost le pravne in fizične 
osebe, ki opravljajo gospodarsko dejavnost. Varnostno osebje in osebe, povezane v 
zadevah, ki opravljajo naloge zasebnega varovanja oziroma so jim bile poslovne skrivnosti 
zaupane pri opravljanju nalog, so zavezane k varovanju poslovnih skrivnosti, varovanju 
tajnih in osebnih podatkov v skladu s predpisi, ki urejajo varovanje teh podatkov. Vse 
skrivnosti in podatke, ki so jih pridobili pri opravljanju nalog zasebnega varovanja, so 
dolžni varovati tudi po prenehanju delovnega razmerja. Za poslovno skrivnost se štejejo 
tudi podatki iz projektov tehnične dokumentacije za izvedbo sistemov tehničnega 
varovanja in drugi podatki o varovanju, za katere je očitno, da bi nastala naročniku 
storitve zasebnega varovanja občutna škoda, če bi zanje izvedela nepooblaščena oseba 
(ZZasV-1, 14. člen).  
 
Varovanje zaupnosti podatkov, ki so davčna tajnost, je določena v Zakonu o davčnem 
postopku (ZDavP-2, 16. člen). Dostop do podatkov, ki so davčna tajnost, imajo vse 
zaposlene osebe davčnega organa, vendar le v obsegu, ki je potreben za opravljanje 
njihovih delovnih nalog. Dovoljenje za dostop pridobijo z začetkom delovnega razmerja in 
podpisom izjave, da so seznanjene s tem zakonom in da se zavezujejo s podatki, ki so 
davčna tajnost, ravnati v skladu s tem zakonom. Nihče ne sme dobiti podatka, ki je 
davčna tajnost prej in v večjem obsegu, kot je to potrebno za opravljanje njegovih 
delovnih nalog. Davčni organ mora vzpostaviti sistem postopkov in ukrepov varovanja 
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podatkov, ki so davčna tajnost, ki onemogoča razkritje podatkov nepooblaščenim osebam 
(ZDavP-2, 17. člen). 
 
Uradna tajnost so spisi v zvezi s patentno prijavo in prijavo modela do objave patentne 
prijave in prijave modela v uradnem glasilu urada. V spise, ki so uradna tajnost, je mogoč 
vpogled le s soglasjem prijavitelja, kar določa Zakon o industrijski lastnini (ZIL-1, 8. člen). 
 
Policisti varujejo poklicno tajnost in neupravičeno ne uporabljajo ter ne razkrivajo 
podatkov in informacij, do katerih so prišli pri opravljanju uradnih nalog. Pri svojem delu, 





4 ZAUPNI PODATKI V POLICIJI 
 
 
4.1 TAJNI PODATKI, OBJEKT VARSTVA IN OCENA ŠKODLJIVIH 
POSLEDIC 
 
Podatek lahko za tajnega določijo naslednje pooblaščene osebe (ZTP, 10. člen): 
 
– predstojnik organa, 
– izvoljeni ali imenovani funkcionarji organa, ki so za določanje in posredovanje 
tajnih podatkov pooblaščeni z zakonom oziroma s predpisom, izdanim na 
podlagi zakona, ali jih je za to pisno pooblastil predstojnik, 
– osebe zaposlene v organu, ki jih je za to pisno pooblastil predstojnik tega 
organa. 
 
Podatek lahko določi za tajnega samo predstojnik organa (v policiji je to Generalni 
direktor policije) oziroma od njega pisno pooblaščena uradna oseba. 
 
Generalni direktor policije je v letu 2011 v skladu z Zakonom o tajnih podatkih sprejel 
sklep št. 022-78/2010/9, ki v 3. členu ne pooblašča uslužbencev policije, vendar določa 
delovna mesta v policiji, na katerih lahko uslužbenci pridobijo individualna pooblastila za: 
– določanje, spreminjanje in preklicevanje tajnosti podatkov,   
– odrejanje razmnoževanja tajnih podatkov in  
– podajanje predlogov za izdajo dovoljenj za dostop do tajnih podatkov in 
predlogov za vmesno preverjanje ter odrejanje prepovedi začasnega dostopa 
do tajnih podatkov. 
 
Stopnjo strogo tajno lahko določijo samo predsednik republike, predsednik državnega 
zbora, predsednik Komisije Državnega zbora RS za nadzor nad delom varnostnih in 
obveščevalnih služb, predsedniki preiskovalnih komisij, ki jih ustanovi državni zbor, 
predsednik vlade, ministri in predstojniki organov v sestavi ministrstev, določeni vojaški 
poveljniki, določeni vodje diplomatsko-konzularnih predstavništev RS, predstojniki vladnih 
služb, ki so neposredno odgovorni predsedniku vlade, oziroma osebe, ki jih nadomeščajo 
(ZTP, 10. člen). V policiji lahko samo generalni direktor policije v skladu z ZTP določi 
podatek s stopnjo strogo tajno. 
  
Pooblaščena oseba določi stopnjo tajnosti podatka ob njegovem nastanku oziroma ob 
začetku izvajanja naloge organa, katere rezultat bo tajen podatek. Pri tem mora 
pooblaščena oseba pisno oceniti možne škodljive posledice za varnost države ali za njene 




Tajnost se določi (GPU UIT – CZP, 2012): 
- na podlagi pisne ocene možnih škodljivih posledic, 
- vedno pisno, razen v nujnih primerih (dovoljena je ustna določitev, zapis je 
potrebno pripraviti najkasneje v treh dneh). 
 
Pooblaščena oseba lahko določi za tajen podatek tudi podatek, ki je nastal z 
združevanjem ali s povezovanjem podatkov, ki sami po sebi sicer niso tajni, če tako 
združeni ali povezani pomenijo podatek oziroma dokument, ki ga je treba zavarovati (ZTP, 
12. člen). 
 
Treba je oceniti, kakšno težo bi imelo razkritje podatka nepoklicani osebi (za organ, za 
državo). Na podlagi teže škodljivih posledic se tajnemu podatku določi stopnja tajnosti, ki 
je izhodišče za vse postopke in ukrepe varovanja tajnih podatkov. Vsi zaposleni so dolžni 
pooblaščeni osebi predlagati določitev tajnosti. V primerih, ko bi se z določitvijo tajnosti 
prikrilo kaznivo dejanje, prekoračitev pooblastil ali kakšno drugo nezakonito ravnanje, je 
tajnost izključena (GPU UIT – CZP, 2012). 
 
Če bi imela potrditev obstoja tajnega podatka škodljive posledice za interese ali varnost 
države, organ ob zahtevi za posredovanje tajnih podatkov ni dolžan niti potrditi niti 
zanikati obstoj zahtevanega podatka (ZTP, 19. člen). 
 
Prvi element vsebine ocene škodljivih posledic je opredelitev objekta varstva, dobrine 
oziroma koristi, ki se varuje s pomočjo inštituta tajnosti. Ugotoviti je treba, katera izvedba 
naloge policije ali drugega državnega organa, ali katera varnostna, politična oziroma 
gospodarska korist (interes, dejavnost) države oziroma njenih organov je ogrožena 
(preprečena, onemogočena, onesposobljena, nedopustno zmanjšana, prehitena s strani 
konkurence, podražena ipd.), če bi podatek pridobile nepoklicane osebe. V Policiji so to 
večinoma podatki, ki se nanašajo na izvajanje nalog policije in bi razkritje nepoklicanim 
osebam lahko povsem ali delno onemogočilo izvedbo določene naloge policije ali ogrozilo 
življenje ali osebno varnost ljudi, ki so kakorkoli povezani z izvedbo določene naloge 
policije. Pri »Načrtu varovanja ogroženega delavca policije« mora ocena vsebovati 
dejstvo, da je načrt tajen zato, ker bi razkritje njegove vsebine neupravičenim osebam 
ogrozilo ali onemogočilo izvedbo varovanja ogroženega delavca policije in bi hkrati lahko 
ogrozilo njegovo življenje oziroma varnost. Podobna opredelitev velja za večino sprejetih 
načrtov za izvedbo aktivnosti policije. Z razkritjem načrta bi lahko nastale (hujše) škodljive 
posledice za delo policije. V drugih primerih, kot je na primer »Načrt za delovanje policije 
v primeru izrednega stanja ali vojne«, je objekt varstva varnostni, gospodarski ali politični 
interes države in bo načrt tajen zato, ker bi njegovo razkritje nepoklicanim osebam 
škodovalo varnosti in obrambni sposobnosti države ali jo onemogočilo, torej bi razkritje 
podatka lahko škodovalo ne le izvajanju nalog policije, ampak tudi političnim, 
gospodarskim koristim države. Pri »Načrtu varovanja obiska tuje diplomatske osebe« se v 
oceno škodljivih posledic zapiše, da je načrt varovanja označen s stopnjo tajnosti, ker bi 
njegovo razkritje lahko ogrozilo ali onemogočilo izvedbo varovanja diplomatske osebe ter 
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hkrati ogrozilo njeno življenje oziroma osebno varnost. Takšen tajni podatek je označen z 
najnižjo stopnjo tajnosti interno. Ocena možnih škodljivih posledic ne sme izkazati 
konkretnega podatka, ki se varuje (GPU UIT – CZP, 2012). 
 
Pri določanju tajnega podatka mora pooblaščena uradna oseba za določanje tajnih 
podatkov najprej določiti možne škodljive posledice razkritja omenjenega podatka za 
varnost države ali za njene politične ali gospodarske koristi (ZTP, 11. člen). Pooblaščenec 
mora sprva oceniti pomen podatka in objekt varstva, v nadaljevanju pa opraviti še 
preizkus med posledicami razkritja in stopnjami tajnosti po Zakonu o tajnih podatkih (GPU 
UIT – CZP, 2012).  
 
Pisna ocena, ki je določila stopnjo tajnosti podatka, je kot priloga dokumenta hranjena pri 
organu, ki je določil stopnjo tajnosti (Uredba o varovanju tajnih podatkov, 5. člen). Pisna 
ocena je evidentirana kot lastni dokument v zadevi in je hranjena skupaj (kot priloga) s 
tajnim podatkom. Pisna ocena škodljivih posledic se ne označi s stopnjo tajnosti (Priloga 
1: Vzorec ocene škodljivih posledic). 
 
Tajni podatki se glede na možne škodljive posledice, če bi bili razkriti nepoklicani osebi, 
označijo z eno izmed naslednjih stopenj tajnosti (ZTP, 13. člen): 
 
– »STROGO TAJNO« - njihovo razkritje bi ogrozilo vitalne interese Republike 
Slovenije ali bi jim povzročilo nepopravljivo škodo, 
– »TAJNO« - njihovo razkritje bi lahko hudo škodovalo varnosti ali interesom 
Republike Slovenije, 
– »ZAUPNO« - njihovo razkritje bi lahko škodovalo varnosti ali interesom 
Republike Slovenije, 
– »INTERNO« - njihovo razkritje bi lahko škodovalo delovanju ali izvajanju nalog 
organa. 
 
Morebitne posledice razkritja podatkov pa ne pomenijo, da so ti podatki že vnaprej, v 
vseh pojavnih oblikah in v vseh situacijah, tajni. Za tajne jih določi šele pooblaščena 
oseba. Določi se najnižja stopnja tajnosti, ki še zagotavlja varovanje podatka, potrebnega 
za varstvo interesov ali varnosti države (potrebna je skrbnost pri določitvi, da se ne določi 
previsoka ali prenizka stopnja) (ZTP, 14. člen).  
 
Oblikovno se dokumenti s tajnimi podatki bistveno ne razlikujejo od drugih dokumentov v 
državni upravi, saj oblike dokumentov predpisuje »Celostna grafična podoba«, ki jo ureja 
Uredba o celostni grafični podobi Vlade Republike Slovenije in drugih organov državne 
uprave (Uradni list RS, št. 58/2010). Podrobnejši pregled dokumentov s tajnim podatkom 
pa izkazuje, da je v tovrstnih dokumentih več označb stopnje tajnosti, ki so zapisane v 
glavi in nogi dokumenta (interno, zaupno, tajno in strogo tajno) ter na zgornjem levem 
robu dokumenta, kjer so nad glavo organa navedene določene zabeležke. Na desni strani 
dokumenta so lahko zavedeni še drugi zaznamki (GPU UIT – CZP, 2012) (Priloga 2: 




Vsak tajni podatek oziroma dokument, ki vsebuje tajne podatke, mora biti označen s 
stopnjo tajnosti, z oznako o načinu prenehanja tajnosti podatka in s podatki o organu, če 
to že sicer ni razvidno (ZTP, 17. člen).  
 
Vsak dokument in medij se ob določitvi stopnje tajnosti vidno označi z oznakami, 
predpisanimi z zakonom. Oznaka stopnje tajnosti zahteva jasno razlikovanje od drugih 
zapisov in se zapiše z drugo vrsto pisave in s črkami, ki so večje od črk preostalih zapisov. 
V vseh pisnih dokumentih je stopnja tajnosti označena v glavi in v nogi vseh strani 
dokumenta, vključno z zunanjimi stranmi prednjih platnic, če le-te obstajajo. Vsaka stran 
dokumenta ima v nogi ob stopnji tajnosti navedeno še zaporedno številko strani glede na 
skupno število strani dokumenta (npr. 3/10). Oznaka stopnje tajnosti je na vseh  
dokumentih oziroma medijih, ki vsebujejo tajne podatke vidno natiskana, napisana, 
naslikana, nalepljena ali kako drugače pritrjena s primernimi sredstvi. Vsi dokumenti ali 
mediji stopnje tajnosti tajno in strogo tajno imajo ob teh oznakah še podatke o številki 
izvoda dokumenta, skupnem številu strani, številu, šifri in datumu morebitnih prilog. 
Dokumenti, ki jih označuje stopnja tajnosti strogo tajno, so ob naštetih oznakah še 
dodatno označeni z rdečo črto, debeline najmanj štiri milimetre, ki poteka diagonalno pod 
kotom 45 stopinj štiri centimetre od zgornjega desnega roba strani (Uredba o varovanju 
tajnih podatkov, 4. člen) (Priloga 3: Vzorec dokumenta s tajnim podatkom stopnje tajnosti 
strogo tajno). 
 
V dokumentu s tajnim podatkom se izjemoma lahko označi vsak odstavek z različno 
stopnjo tajnosti, tako da (Uredba o varovanju tajnih podatkov, 7. člen):  
– se na začetku in na koncu vsakega odstavka vpišejo oznake (I), (Z), (T), (ST), 
– je dokument, ki vsebuje več odstavkov različnih stopenj tajnosti, označen z 
najvišjo stopnjo tajnosti posameznega odstavka,  
– se v prostor za dodatne oznake vpiše: »Odstavki so označeni z različno stopnjo 
tajnosti.« 
Pooblaščena oseba, ki določi stopnjo tajnosti, mora v pisni oceni zapisati tudi razloge za 
določitev različne stopnje tajnosti posameznih odstavkov. 
 
Oznaka stopnje tajnosti na vseh drugih dokumentih oziroma medijih (npr. zemljevidi, 
fotografije, slikovni in zvočni zapisi), ki vsebujejo tajne podatke, je na dokumentu ali 
mediju vidno natiskana, natipkana, napisana, naslikana, nalepljena ali kako drugače 
pritrjena s primernimi sredstvi. Če je dokument ali medij hranjen v kakršnemkoli ovoju 
(npr. ovoj zadeve, mapa, rednik …), se ta označi tako, da sta razvidni tajna narava in 
stopnja tajnosti tajnega podatka (Uredba o varovanju tajnih podatkov, 3. člen) (Priloga 7: 
Vzorec pisarniške odredbe v obliki žiga).  
 
Fizična kopija celotnega ali samo dela dokumenta, ki vsebuje tajne podatke, se označi s 
stopnjo tajnosti izvirnika in z oznako, da je kopija, tako da se na prvi strani v višini zgornje 
oznake stopnje tajnosti na desno stran napišeta beseda kopija in njena zaporedna 
številka. Na ta način se označi tudi dodaten izpis tajnega podatka v elektronski obliki, 
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kadar je v obliki kopije. Evidentirano je tudi kdo, je prejel kopijo in v kolikih izvodih 
(Uredba o varovanju tajnih podatkov, 8. člen) (Priloga 8: Vzorec kopiranega dokumenta z 
ustrezno označbo števila kopij).  
 
Kadar tajni podatek spremeni stopnjo tajnosti ali se prekliče, se na dokumentu ali mediju 
s tajnim podatkom prečrtajo prvotne oznake tajnosti, pod staro oznako ali nad njo pa se 
označi nova oznaka stopnje tajnosti oziroma preklic (Uredba o varovanju tajnih podatkov, 
9. člen) (Priloga 9: Vzorec dokumenta z zaznamkom o načinu preklica).  
 
Pri oceni se določi tudi način prenehanja tajnosti. Z oceno, ki je izhodišče za določitev 
podatka oziroma dokumenta za tajnega v policiji, se določi tudi obdobje (posebnega) 
obravnavanja oziroma varovanja tajnega podatka in opredeli način prenehanja tajnosti 
(Pravilnik o varovanju tajnih podatkov v MNZ RS, 7. člen in GPU UIT – CZP, 2012). 
  
Tajnost podatka preneha na določen datum, z nastopom določenega dogodka, s potekom 
določenega časa in s preklicem tajnosti. Če zaradi narave stvari ali vsebine podatka ni 
mogoče določiti načina prenehanja, tajnost preneha s potekom časa, določenega v 
zakonu, ki ureja arhivsko gradivo in arhive (ZTP, 18. člen). Kadar se pri pregledu ugotovi, 
da ni potreb  po tajnosti podatka, se tajnost prekliče in se obvesti vse, ki so prejeli 
predmetni tajni podatek. Sočasno se v evidenci tega podatka opravi premik iz »modula 
Tajni podatki« v normalno evidenco dokumentarnega gradiva enote. Omenjeni podatek ni 
več tajen in se z njim ravna kot z drugimi podatki v policiji, ki so varovani podatki. V 
elektronsko evidenco dokumentarnega gradiva »tajni podatki« se vnese komentar. 
Vsebina »komentarja« je v evidenci dokumentarnega gradiva povzeta iz zaznamka o 
spremembi ali preklicu tajnega podatka, ki je zapisan v zgornjem desnem robu fizičnega 
dokumenta (Priloga 4: Vzorec dokumenta z načinom prenehanja tajnosti: s preklicem). Če 
se podatku spremeni stopnja tajnosti se v rubriko »komentar« v evidenco 
dokumentarnega gradiva prav tako vnesejo spremembe. Pooblaščena oseba, ki prekliče 
stopnjo tajnosti tajnemu podatku, spremembo vpiše v evidenco dokumentarnega gradiva 
v polje »Komentar« z navedbo številke in datumom dokumenta, s katerim je bila 
preklicana stopnja tajnosti tajnemu podatku. V polje »Ključne besede« vpiše ustrezno 
oznako (I-P, Z-P, T-P in ST-P); prvi del oznake pomeni stopnjo tajnosti, drugi del pa 
preklic (Navodilo o poslovanju s tajnimi podatki, 12. člen).     
 
Pooblaščena oseba tajnost podatka prekliče, ko prenehajo pogoji za tajnost, ki jih določa  
Zakon o tajnih podatkih (ZTP, 15. člen). 
 
Način prenehanja tajnosti lahko ob osebi, ki je podatku določila tajnost, spremeni 
predstojnik organa, v katerem je bila določena tajnost. Obrazložitev sprememb priloži 
oceni škodljivih posledic in o tem obvesti prejemnike (Pravilnik o varovanju tajnih 
podatkov v MNZ RS, 7. člen). 
 
Če predstojnik organa v skladu z zakonom, ki ureja dostop do informacij javnega značaja, 
oceni, da je treba v zvezi z zahtevo za dostop do informacije javnega značaja, ki se 
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nanaša na tajni podatek, presoditi o upravičenosti prevladujočega javnega interesa za 
razkritje, predlog posreduje vladi. O upravičenosti odloči vlada na podlagi predhodnega 
mnenja komisije v sestavi predstavnikov ministrstva za obrambo, ministrstva za notranje 
zadeve, ministrstva za zunanje zadeve, Slovenske obveščevalno-varnostne agencije in 
nacionalnega varnostnega organa. Komisija na podlagi ocene škodljivih posledic in zbranih 
mnenj o upravičenosti razkritja oziroma razlogih za ohranitev tajnosti vseh prejemnikov 
pripravi svoje mnenje o upravičenosti in ga predloži vladi. Če vlada odloči, da je javni 
interes glede razkritja močnejši od javnega interesa za omejitev dostopa do podatka 
zaradi njegove tajnosti, odredi organu, ki je določil stopnjo tajnosti, da tajnost podatku 
prekliče (ZTP, 21.a člen).  
 
Oceno je mogoče naknadno tudi preveriti, zato je pisna in shranjena v zbirki 
dokumentarnega gradiva organizacijske enote policije, kjer je bila podatku določena 
tajnost, in je priloga originalnega izvoda tajnega podatka. Oceni škodljivih posledic se 
tajnost ne določi. Pisna ocena se morebitnim drugim prejemnikom ali uporabnikom 
tajnega dokumenta ne pošilja (Uredba o varovanju tajnih podatkov, 5. člen in GPU UIT – 
CZP, 2012). 
 
Kadar se tajnemu podatku spremeni stopnja tajnosti ali se tajni podatek 
prekliče, se na dokumentu ali mediju, ki vsebuje tajni podatek, prečrtajo prvotne oznake 
tajnosti, pod staro oznako ali nad njo pa se zapiše nova oznaka stopnje tajnosti oziroma 
preklic. Dokumentu ali mediju se priloži dokument, ki je podlaga za spremembo stopnje 
tajnosti (ocena škodljivih posledic oz. obrazložitev preklica). Pooblaščena oseba 
pristojnega organa, ki je tajnemu podatku spremenila stopnjo tajnosti, zagotovi obvestilo 
o spremembi vsem njegovim prejemnikom (Uredba o varovanju tajnih podatkov, 9. člen) 
(Priloga 5: Vzorec dokumenta, ki mu je spremenjena stopnja tajnosti iz interno v zaupno).  
 
Pravico dostopa do tajnih podatkov imajo samo osebe z dovoljenjem za dostop do 
tajnih podatkov, s katerimi se morajo seznaniti zaradi opravljanja funkcije ali delovnih 
nalog (»potreba po védenju«). Dostop do tajnih podatkov je sorazmeren z dejansko 
informacijsko potrebo. Nihče ne sme dobiti tajnih podatkov prej in v večjem obsegu, kot 
je to potrebno za opravljanje njegovih delovnih nalog ali funkcij. Pridobljeni tajni podatki 
se uporabijo izključno za izvajanje delovne naloge. Osebe imajo dostop do tajnih 
podatkov stopnje interno, ko  podpišejo izjave, da so seznanjene z Zakonom o tajnih 
podatkih in drugimi predpisi, ki urejajo varovanje tajnih podatkov, in ko so opravile 
ustrezno usposabljanje s področja obravnavanja in varovanja tajnih podatkov (ZTP, 30. in 
31. člen ter GPU UIT – CZP, 2012). 
 
Zaposleni v policiji pred začetkom postopka za izdajo dovoljenja za dostop do tajnih 
podatkov opravijo osnovno usposabljanje za obravnavo in varovanje tajnih podatkov 
(ZTP, 25. člen). Kandidati za policiste usposabljanje opravijo v osnovnem izobraževalnem 
programu policist. Drugi opravijo osnovni program na  Policijski akademiji, kjer ga izvajajo 




Zakonodaja daje pravico do enkratnega dostopa do tajnih podatkov višje stopnje in 
pravico do začasnega dostopa do tajnih podatkov višje stopnje. Enkraten dostop je mogoč 
za tiste podatke, ki so nujno potrebni za izpolnitev določenega dela, in traja do zaključka 
naloge oziroma akcije, vendar največ 6 mesecev z možnostjo podaljšanja še za 6 mesecev 
(ZTP, 30. člen). Primer: Delovna skupina obravnava dokumente stopnje tajno in eden 
izmed članov zaradi premestitve na drugo delovno mesto pridobi dovoljenje do stopnje 
zaupno. Začasen dostop se lahko odobri v postopku pridobivanja dovoljenja višje stopnje, 
če organ, pristojen za varnostno preverjanje s tem soglaša, kot recimo v primeru 
premestitve na delovno mesto, kjer se zahteva višja stopnja tajnosti. 
 
Pravico dostopa do tajnih podatkov imajo tudi osebe, ki v zvezi z opravljanjem svoje 
funkcije lahko dostopajo do tajnih podatkov brez dovoljenja. To so: predsednik republike, 
predsednik vlade, poslanci, državni svetniki, ministri in predstojniki vladnih služb, ki 
neposredno odgovarjajo predsedniku vlade; varuh človekovih pravic in njegov namestnik, 
guverner, namestnik in viceguverner centralne banke, član računskega sodišča, sodniki, 
državni tožilec, generalni državni pravobranilec in informacijski pooblaščenec (ZTP, 3. 
člen). 
 
Tajne podatke je dovoljeno posredovati tisti organizaciji (dobavitelji, izvajalci gradenj ali 
izvajalci storitev), ki ima varnostno dovoljenje, s katerim izkazuje, da izpolnjuje pogoje za 
varno obravnavanje tajnih podatkov, kadar gre za izvršitev naročil organa. Izdano 
varnostno dovoljenje velja pet let oz. za obdobje, ki je dogovorjeno v pogodbi o naročilu, 
ki pa ne sme biti daljše od petih let (ZTP, 35. člen). 
 
Upravičeni uporabnik, ki je prejel tajne podatke, jih brez soglasja organa, ki mu jih je dal, 
ne sme posredovati drugim uporabnikom, razen če to dovoljuje predpis. Pooblaščena 
oseba organa in organizacije vzpostavi ažuren pregled in nadzor nad distribucijo tajnih 
podatkov zunaj organa. Iz pregleda je razvidno, kdaj in kje so bili tajni podatki 
posredovani (ZTP, 36. in 37. člen). 
 
Dovoljenje za dostop do tajnih podatkov daje upravna odločba. Ureja jo Uredba o 
varnostnem preverjanju in izdaji dovoljenj za dostop do tajnih podatkov. Uredba 
podrobneje določa način in postopek varnostnega preverjanja oseb, ki jim je zaradi 
opravljanja funkcij ali izvajanja nalog na delovnih mestih v organu ali organizaciji izdano 
dovoljenje za dostop do tajnih podatkov, postopek vmesnega varnostnega preverjanja ter 
postopek izdaje in preklica tega dovoljenja, če navedenega ne določa že Zakon o tajnih 
podatkih. 
 
Če je predviden dostop osebe do podatkov različnih stopenj tajnosti, pristojni organ takrat 
opravi (ZTP, 22.a člen): 
– osnovno varnostno preverjanje (za dostop stopnje zaupno), 
– razširjeno varnostno preverjanje (za dostop do stopnje tajno) in 
– razširjeno varnostno preverjanje z varnostnim poizvedovanjem (za dostop do 
stopnje strogo tajno). 
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Z varnostnim preverjanjem se preverijo podatki o preverjani osebi in so vsebina 
varnostnih vprašalnikov. Z osnovnim ali razširjenim varnostnim preverjanjem se lahko 
pojavi sum varnostnega zadržka in takrat uradna oseba pristojnega organa povabi 
preverjano osebo, da izpolni soglasje za varnostno preverjanje z varnostnim 
poizvedovanjem in odgovori na prvi del dodatnega vprašalnika. Uradna oseba pouči 
preverjano osebo o posledicah odklonitve podpisa soglasja in o posledicah neizpolnitve 
prvega dela dodatnega vprašalnika (ZTP, 22.b člen).  
 
Dovoljenje izdajajo ministrstvo za notranje zadeve, ministrstvo za obrambo, Slovenska 
obveščevalno-varnostna agencija in Policija. Dovoljenje za stopnjo zaupno se izda za 10 
let, za stopnjo tajno za 5 let in za stopnjo strogo tajno za 5 let. Za stopnjo interno se 
dovoljenje ne izda, ker ga imajo vsi zaposleni v Policiji po Zakonu o tajnih podatkih. 
Zaposleni pred izdajo dovoljenja podpišejo izjavo, da so seznanjeni z zakonodajo s 
področja tajnih podatkov (ZTP, 22. člen). 
 
Slika 1: Vzorec dovoljenja za dostop do tajnih podatkov stopnje tajnost »TAJNO« 
 
Vir: GPU UIT – CZP (2012). 
 
Pristojni organ lahko na podlagi podatkov, pridobljenih v postopku varnostnega 
preverjanja oceni, da obstaja varnostni zadržek za izdajo dovoljenja, ki ga določa zakon, 
in takrat izdajo dovoljenja zavrne, pri tem pa mu ni potrebno obrazložiti virov varnostnega 
preverjanja (ZTP, 23. člen).  
 
Zoper odločbo, izdano v postopku varnostnega preverjanja oseb, pritožba ni dovoljena. 
Predlagatelj in preverjana oseba pa lahko sprožita upravni spor (ZTP, 23.a člen). 
 
Če se pri osebi, ki že ima dovoljenje za dostop do tajnih podatkov, pojavi sum obstoja 
varnostnega zadržka (lahko tudi nastop spremembe podatkov), se na predlog 
predstojnika organa ali organizacije, v kateri oseba opravlja funkcijo ali naloge, opravi 
vmesno varnostno preverjanje. Nacionalni varnostni organ lahko da pristojnemu organu 
predlog za vmesno varnostno preverjanje osebe, če pri nadzoru ugotovi sum varnostnega 
zadržka. O tem obvesti predstojnika organa ali organizacije, kjer je ta oseba zaposlena. 
Imetniku dovoljenja za dostop do tajnih podatkov, proti kateremu je podan predlog za 
21 
 
vmesno varnostno preverjanje, se začasno, do zaključka preverjanja, prepove dostop do 
tajnih podatkov (ZTP, 25.b člen). 
 
Z vmesnim preverjanjem se varnostno preverijo tudi osebe zaradi ponovne potrditve 
veljavnosti dovoljenja za dostop do tajnih podatkov zaradi izvajanja nalog na delovnih 
mestih, na katerih se zahteva takšen dostop. Postopek potrditve veljavnosti dovoljenja je 
enak postopku, določenem za izdajo dovoljenja za dostop do tajnih podatkov posamezne 
stopnje tajnosti (ZTP, 25.c člen). 
 
Generalni direktor policije z Navodilom generalnega direktorja policije, 2011, št. 022-
26/2011/2, natančno predpiše izvajanje postopkov izdajanja dovoljenj za dostop do tajnih 
podatkov in za vmesno varnostno preverjanje. 
 
Osebe, ki opravljajo funkcijo ali delajo v organih, veže dolžnost varovanja tajnih 
podatkov ne glede na to, kako so zanje izvedele. Oseba, ki pri svojem delu izve oziroma 
se seznani s tajnimi podatki, le-te lahko uporabi za izvajanje delovnih nalog in funkcij in 
ne za druge namene. Predstojnik organa lahko na zahtevo pristojnih organov razreši 
osebo dolžnosti varovanja tajnosti podatka, določenega v zakonu, samo za namen in v 
obsegu, ki ga izkazuje zahteva pristojnega organa (ZTP, 33. člen). Osebi s prenehanjem 
funkcije ali dela v organu dolžnost varovanja tajnih podatkov ne preneha (ZTP, 8. člen). 
Kršitev določb o varovanju tajnih podatkov v MNZ vodi do disciplinske odgovornosti 
uslužbencev oziroma do odpovedi pogodbe o zaposlitvi (Pravilnik o varovanju tajnih 
podatkov v MNZ RS, 56. člen). 
 
Vsak organ mora v skladu z Zakonom o tajnih podatkih in s predpisi, sprejetimi na njegovi 
podlagi, vzpostaviti sistem postopkov in ukrepov varovanja tajnih podatkov, ki ustreza 
določeni stopnji tajnosti in onemogoča njihovo razkritje nepoklicanim osebam. Predstojniki 
organov so odgovorni za notranji nadzor nad izvajanjem predpisov s področja tajnih 
podatkov (Pravilnik o varovanju tajnih podatkov v MNZ RS, 54. člen). 
 
Vsak organ in organizacija mora vzpostaviti sistem postopkov in ukrepov 
varovanja tajnih podatkov, ki ustreza določeni stopnji tajnosti in onemogoča njihovo 
razkritje nepoklicanim osebam. Postopki in ukrepi morajo obsegati (ZTP, 38. člen): 
– splošne varnostne ukrepe, 
– varovanje oseb, ki imajo dostop do tajnih podatkov, 
– varovanje prostorov, 
– varovanje dokumentov in medijev, ki vsebujejo tajne podatke, 
– varovanje komunikacij, po katerih se prenašajo tajni podatki, 
– način označevanja stopenj tajnosti, 
– varovanje opreme, s katero se obravnavajo tajni podatki, 
– način seznanitve uporabnikov z ukrepi in s postopki varovanja tajnih podatkov, 
– kontrolo in evidentiranje dostopov do tajnih podatkov, 




Vsak organ ob upoštevanju postopkov in ukrepov izdela načrt varovanja tajnih podatkov, 
s katerim glede na stopnjo tajnosti podatkov in oceno ogroženosti podrobneje predpiše 
fizične, organizacijske in tehnične ukrepe ter postopke za varovanje tajnih podatkov v I. 
ali II. varnostnem območju (Uredba o varovanju tajnih podatkov, 32. člen). 
  
Generalni direktor na podlagi Uredbe o varovanju tajnih podatkov in Akta o notranji 
organizaciji, sistematizaciji, delovnih mestih in nazivih v Policiji izdela Načrt varovanja 
tajnih podatkov v policiji. Načrt sestavlja splošni in posebni del. Splošni del načrta temelji 
na načrtih varovanja policijskih objektov, ob tem pa vsebuje tudi podatke o nosilcu načrta 
in zaščitne ukrepe za osebe, ki imajo dostop do tajnih podatkov (Uredba o varovanju 
tajnih podatkov, 33. člen).  
 
Nosilec splošnega dela načrta varovanja je NOE GPU, pristojna za zaščito podatkov (UIT 
CZP). Osebe, ki imajo dostop do tajnih podatkov, so pred pridobitvijo pravice do dostopa 
in po njeni pridobitvi večkrat opozorjene na varnostna tveganja, ki lahko nastanejo zaradi 
njihovih nediskretnih razgovorov z osebami, ki niso pristojne za seznanitev z vsebinami 
tajnih podatkov, na tveganja, ki se vzpostavijo v odnosih z javnostjo ali z grožnjami, ki jih 
predstavljajo dejavnosti tujih varnostnih in obveščevalnih služb. Uslužbenec je z 
varnostnimi tveganji seznanjen na osnovnem in dodatnem usposabljanju za obravnavanje 
in varovanje tajnih podatkov (GPU UIT – CZP, 2012). 
 
Načrt varovanja v posebnem delu vsebuje ukrepe in postopke varovanja tajnih podatkov v 
posameznem varnostnem območju, ki se vzpostavi v objektih policije. Posebni del načrta 
pripravi NOE GPU, pristojna za zaščito podatkov (UIT CZP) v sodelovanju z organizacijsko 
enoto policije, kjer se vzpostavlja varnostno območje. Vodja policije določi skrbnike 
posameznih varnostnih območij, ki so tudi nosilci posebnega dela načrta varovanja 
(Uredba o varovanju tajnih podatkov, 33. člen). 
 
Naprave v varovanem območju so zavarovane tako, da je omogočena njihova uporaba 
samo posebej pooblaščenim osebam. Namestitev zaslonov onemogoča vpogled v tajne 
podatke nepoklicanim osebam. Kadar zaslona ni mogoče varno namestiti, mora biti ob 
stiku z nepoklicanimi osebami ugasnjen ali v fazi ohranjevalnika zaslona. Osebe zaposlene 
v organu ali organizaciji morajo ob zapustitvi delovnega prostora zakleniti predale, omare, 
blagajne in prostore, v katerih so shranjeni tajni podatki. Dokumenti ali drugi mediji s 
tajnimi podatki morajo biti nadzorovani. Navodila za uporabo računalniško vodenih 
evidenc tajnih podatkov so hranjena tako, da niso dostopna nepoklicanim osebam. Pri 
dostopu do tajnih podatkov, shranjenih v evidencah komunikacijsko informacijskih 
sistemov (KIS), se izvede postopek prijave oziroma odjave z osebnim geslom (Pravilnik o 
zaščiti podatkov Policije, 18. člen). 
 
Prostori Policije, kjer se obravnavajo tajni podatki, so varovani z organizacijskimi in/ali s 
tehničnimi ukrepi, ki nepoklicanim osebam onemogočajo dostop do dokumentov in drugih 
medijev, ki vsebujejo tajne podatke, oziroma do naprav, s katerimi se tajni podatki 
obravnavajo. V načrtu varovanja posameznega varnostnega območja se, upoštevaje 
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oceno njegove ogroženosti, predvidijo varnostni obhodi izven rednega delovnega časa. Če 
služba varovanja ugotovi, da so tajni podatki ali navodila za uporabo računalniško vodenih 
evidenc nenadzorovani, poskrbi za ustrezno zavarovanje. O ugotovljenih nepravilnostih in 
izvedenih ukrepih takoj, ko je to mogoče, najpozneje pa prvi naslednji delovni dan, 
obvesti vodjo enote, v kateri je bila ugotovljena nepravilnost (Pravilnik o varovanju tajnih 
podatkov v MNZ RS, 9. člen). 
 
Tajne podatke je pod pogoji, ki jih določa Zakon o tajnih podatkih, mogoče 
izmenjevati med organi in službami. Način prenašanja (elektronskega, fizičnega) 
natančno določa zakon, in sicer se tajni podatki lahko pošljejo izven prostorov organa 
samo ob upoštevanju predpisanih varnostnih ukrepov in postopkov. Ukrepi in postopki 
zagotavljajo, da tajne podatke prejme oseba, ki ima dovoljenje za dostop do tajnih 
podatkov ustrezne stopnje in je tudi pooblaščena (individualno) za sprejem tajnih 
podatkov v enoti (GPU UIT – CZP, 2012). 
 
Posredovanje (distribucija) tajnih podatkov pomeni razpošiljanje tajnih podatkov 
registrom, organom, organizacijam ali posameznikom v organih in organizacijah. Prenos je 
način posredovanja podatka od pošiljatelja do prejemnika (fizični prenos, prenos po 
elektronski poti). Organi tajnih podatkov ne prenašajo ali posredujejo po nezaščitenih 
komunikacijskih sredstvih. Po zaščitenih (kriptiranih) komunikacijskih poteh policije se 
smejo prenašati samo tajni podatki stopnje tajnosti interno (Uredba o varovanju tajnih 
podatkov v komunikacijsko-informacijskih sistemih, 14. člen). 
 
Tajne podatke drugim organom oziroma osebam v teh organih, ki jih zavezuje Zakon o 
tajnih podatkih, je mogoče poslati samo na podlagi pisnega dovoljenja predstojnika 
organa, ki je tajen podatek določil oziroma če tako določa zakon (ZTP, 34. člen). 
Upravičen uporabnik prejetih podatkov ne sme posredovati drugim uporabnikom brez 
soglasja, razen če to dovoljuje predpis (ZTP, 36. člen). Pooblaščena oseba organa 
vzpostavi ažuren pregled in nadzor nad distribucijo podatkov zunaj organa. Iz pregleda 
mora biti razvidno, kdaj in komu so bili tajni podatki posredovani (ZTP, 37. člen). 
 
Tajni podatki se prenašajo v zaprti neprosojni ovojnici. Tajne podatke stopnje INTERNO je 
dovoljeno prenašati po lastni prenosni mreži ali priporočeno po pošti s povratnico; smejo 
pa se pošiljati tudi v elektronski obliki. Upoštevati je potrebno varnostna določila, ki so 
določena tudi v Uredbi o upravnem poslovanju (Uradni list RS, št. 20/2005). Ta namreč 
določa, da se tajne podatke lahko pošilja po elektronski pošti samo v kriptirani obliki in v 
skladu s predpisi, ki urejajo obdelavo, prenašanje in hrambo tajnih podatkov v 
komunikacijskih, informacijskih in drugih elektronskih sistemih. 
 
Tajni podatki stopnje zaupno ali višje stopnje tajnosti se prenašajo po lastni kurirski mreži 
ali s kurirsko pošto in v dveh ovojnicah. Zunanja ovojnica je iz trdnega, neprosojnega in 
nepropustnega materiala. Na njej so zapisani podatki o naslovniku, pošiljatelju in šifra 
dokumenta. Notranja ovojnica vsebuje oznako stopnje tajnosti, šifro dokumenta, podatke 
o naslovniku in pošiljatelju ter druge podatke, ki so pomembni za varnost. Pri prenosu 
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tajnih podatkov stopnje tajnosti zaupno in tajno zunaj varnostnega območja lahko 
zunanjo ovojnico nadomestijo zaklenjen in zapečaten kovček, škatla ali torba; pri stopnji 
tajnosti strogo tajno je notranja ovojnica v zaprtem kovčku, škatli ali torbi z zapiranjem na 
ključ ali s šifrirno kombinacijo in prenos opravljata najmanj dve osebi (Uredba o varovanju 
tajnih podatkov, 21. člen). 
 
Organ določi, kje se sprejemajo nosilci tajnih podatkov in kdo jih sprejema. Za prenos 
tajnih podatkov stopnje zaupno, tajno in strogo tajno je potrebno pooblastilo predstojnika 
(Uredba o varovanju tajnih podatkov, 23. člen). V skladu s sklepom Generalni direktor 
policije določi delovna mesta v policiji, na katerih se sprejemajo tajni podatki. Osebe, ki so 
pooblaščene za sprejem tajnih podatkov, potrdijo sprejem z vpisom v dostavno oziroma 
kurirsko knjigo. Na zahtevo kurirja se pooblaščena oseba izkaže z dovoljenjem za prevzem 
tajnih podatkov (Pravilnik o varovanju tajnih podatkov  v MNZ RS 50. člen). 
 
Varnostno preverjanje kurirjev se izvaja glede na stopnjo tajnosti tajnih podatkov, ki jih 
prenašajo (ustrezno dovoljenje) (Uredba o varovanju tajnih podatkov, 21. člen). Za 
prenos tajnih podatkov stopenj tajno in strogo tajno se zahtevata posebna oblika 
usposabljanja in seznanitev s postopki in z ukrepi pri varovanju tajnih podatkov. Kurirji, ki 
prenašajo tajne podatke, se usposabljajo najmanj enkrat letno (Uredba o varovanju tajnih 
podatkov, 22. člen). Policija ima sistem lastne kurirske mreže, ki jo praviloma izvajajo 
delavci OKC PU in OKC UPS GPU. Te službe imajo za prenos tajnih podatkov usposobljene 
in pooblaščene osebe in ustrezno opremo. Določene službe imajo tudi lastne 
pooblaščence za prenos tajnih podatkov (GPU UIT – CZP, 2012). 
 
Za prenos tajnih podatkov stopnje tajno in strogo tajno zunaj varnostnega ali upravnega 
območja se izdela načrt poti varovanja prenosa tajnih podatkov. V načrtu so opredeljene 
glavne in pomožne poti. Kurirja se seznani s stopnjo tajnih podatkov in z  morebitnimi 
ukrepi, ki niso zajeti v načrtu poti in varovanja. (Uredba o varovanju tajnih podatkov, 22. 
člen). Kurir ima tajne podatke ves čas pri sebi, razen kadar so shranjeni v skladu s 
predpisanimi varnostnimi zahtevami, ne sme jih pustiti brez nadzora in jih odpirati. Kurir 
ob predaji tajnega podatka preveri, če ima naslovnik ali oseba, ki je pooblaščena za 
sprejem tajnega podatka, ustrezno dovoljenje za dostop do tajnih podatkov (Pravilnik o 
varovanju tajnih podatkov v MNZ RS, 50. člen). 
 
Policisti kurirju, ki prenaša tajne podatke in se izkaže z veljavnim pooblastilom, na 
njegovo zaprosilo zagotovijo pomoč v obliki in obsegu, ki omogoča varovanje tajnih 
podatkov pred odtujitvijo, poškodovanjem ali uničenjem. Ne smejo pa pregledovati 
vsebine tajnih podatkov. Cariniki pri postopkih, ki jih izvajajo, prav tako nimajo pravice 
pregledovati vsebine tajnega podatka, kadar se kurir izkaže z veljavnim pooblastilom 
(Uredba o varovanju tajnih podatkov, 24. člen). 
 
Če se tajni podatki prenašajo znotraj varnostnega ali upravnega območja, so zakriti, da se 
prepreči opazovanje njihove vsebine (Uredba o varovanju tajnih podatkov, 21. člen). Tajni 
podatki s stopnjo do interno se obravnavajo znotraj Informacijsko-telekomunikacijskega 
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sistema Policije (ITSP). Tajnih podatkov ni dovoljeno pošiljati ali prenašati preko sistemov 
GSM (»pametni« telefoni - tudi če so službeni, ali drugi elektronski nosilci podatkov), ni jih 
dovoljeno imeti na prenosnih telefonih, dlančnikih ipd. Prepovedano je snemanje, 
skeniranje ali fotografiranje tajnih podatkov. Na USB-ključu je lahko dostopen oziroma 
hranjen samo tajni podatek stopnje tajnosti interno. Z USB-ključem se ravna kot z 
dokumentom, ki vsebuje tajne podatke (pravilna hramba tajnih dokumentov, prenos ...) 
(GPU UIT – CZP, 2012). 
 
Vsak organ določi, kje se sprejemajo nosilci tajnih podatkov in kdo jih sprejema 
(vodja varnostnega območja). Naslovnik ali oseba, ki je pooblaščena za sprejemanja 
nosilcev tajnih podatkov, potrdi njihov prejem v dostavno oziroma kurirsko knjigo (Uredba 
o varovanju tajnih podatkov, 21. člen). 
 
Tajni podatek v policijsko enoto prispe fizično v obliki poštne pošiljke (po pošti, kurirju) ali 
po elektronskem mediju (samo stopnja interno) oziroma se takšen podatek ustvari in 
dokumentira v sami policijski enoti. Kadar tajni podatek prispe po pošti (priporočena 
pošiljka ali kurir), to pošiljko sprejme in odpre za to pooblaščeni javni uslužbenec. 
Generalni direktor  skladno z Zakonom o tajnih podatkih sprejme sklep, s katerim 
pooblasti posamezna delovna mesta v policiji za sprejem in odpiranje pošte (fizične in 
elektronske) s tajnimi podatki. Pooblastilo je neprenosno in ga pooblaščenec ne more 
prenesti na drugo osebo (tajnik ali poslovni sekretar).      
 
Po Uredbi o upravnem poslovanju sprejema in evidentira vse dohodne dokumente (pošto) 
glavna pisarna organa ali posebej pooblaščen javni uslužbenec.  
 
Tajni podatki so izjema. Glavna pisarna ali druge podobne službe v policiji niso 
pooblaščene za sprejem in odpiranje pošte s tajnimi podatki. V skladu s sklepom te naloge 
opravljajo posebej pooblaščene osebe.  
 
Tajnost podatka zahteva čim manjšo izpostavljenost. Smiselno je, da pooblaščena oseba, 
ki  sprejme pošto s tajnim podatkom, le-temu določi ustrezni klasifikacijski znak in ga 
evidentira v za to pripravljeno aplikacijo (Navodilo o poslovanju s tajnimi podatki, 8. člen).  
 
Če tajni podatek nastane v organu, ga praviloma evidentira tisti uradnik, ki ga je ustvaril. 
To so pooblaščene osebe za določanje tajnosti podatkov (Navodilo o poslovanju s tajnimi 
podatki, 10. člen). 
 
Evidentiranje tajnih podatkov v informacijski aplikaciji dokumentarnega gradiva za tajne 
podatke ne dopušča dodajanja prilog elektronskega ali skeniranega dokumenta s tajnim 
podatkom. V elektronski evidenci tajnih podatkov se tajni podatek ne izpostavlja (Navodilo 
o poslovanju s tajnimi podatki, 8. člen). Pri evidentiranju se ne sme navajati imen in 
priimkov, reg. številk vozil, imen pravnih oseb in drugih podatkov, ki lahko privedejo do 
vsebinske identifikacije tajnega podatka. Policija uporablja imena t.i. akcij. Pri akcijah v 
policiji se za označevanje tajnih podatkov uporabljajo psevdonimi. Lahko pa se povzamejo 
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samo oblike dela, ki se izvajajo v konkretni nalogi. Npr: pri tajnem dokumentu z vsebino, 
ki se nanaša na načrt varovanja predsednika Franceta Prešerna, se zadevo v evidenco 
dokumentarnega gradiva za tajne podatke zavede kot: Obisk - načrt varovanja (in nič 
drugega) (GPU UIT – CZP, 2012). 
 
4.2 ZAŠČITA PODATKOV POLICIJE 
 
Varovani podatek je osebni ali drug obdelovan podatek, ki ni tajen podatek, njegovo 
razkritje nepoklicanim osebam pa bi povzročilo škodo organu, poteku uradnih postopkov 
ali fizičnim oziroma pravnim osebam, zato mora njegovo obdelavo spremljati izvajanje 
določenih varnostnih ukrepov in postopkov (Pravilnik o zaščiti podatkov policije, 2. člen). 
Za izvajanje nalog policije generalni direktor policije določi osebo, odgovorno za 
posamezno evidenco, ki se vodi. Odgovorna oseba skrbi za skladnost obdelave osebnih 
podatkov v evidenci s predpisi in z navodili (Pravilnik o zaščiti podatkov policije, 3. člen). 
 
Generalni direktor policije na predlog direktorja urada določi pooblaščenca za vodenje 
posameznih postopkov, ki jih v zvezi z uresničevanjem pravic posameznikov na področju 
osebnih podatkov policiji kot upravljavcu evidenc nalaga zakon. Pooblaščenec pisno 
poroča generalnemu direktorju policije o uresničevanju pravic posameznikov (Pravilnik o 
zaščiti podatkov policije, 5. člen).  
 
Za izvajanje predpisov o varovanju podatkov v ITSP odgovarjajo vodje in lokalni vodje 
informacijske varnosti, ki opravljajo tudi nadzor stanja na področju varovanja podatkov v 
ITSP in nadzor izvajanja varnostnih ukrepov pri varovanju podatkov (Pravilnik o zaščiti 
podatkov policije, 8. člen). 
 
Organizacijska enota za zaščito podatkov pripravlja informacijsko varnostno politiko in je 
pristojna za izdelavo načrtov varovanja, določanja standardov za informacijsko in 
komunikacijsko opremo, namenjeno varovanju in zaščiti podatkov v ITSP, za izvajanje 
nadzora dostopov do ITSP, za upravljanje z varnostnimi mehanizmi in z varnostnimi 
pregradami ITSP, za odobritev kriptografske opreme in za druge naloge, povezane z 
zaščito podatkov policije (Pravilnik o zaščiti podatkov policije, 10. člen). 
 
Ukrepi varovanja ITSP zagotavljajo zaupnost, celovitost in razpoložljivost podatkov, ki 
se obdelujejo v ITSP, ter celovitost in razpoložljivost ITSP. Podatki se varujejo zlasti z 
ukrepi in s postopki, s katerimi se (Pravilnik o zaščiti podatkov policije, 17. člen):  
1. uporabnikom ITSP dostop do podatkov omejuje na podatke, ki jih potrebujejo za 
izvajanje delovnih nalog, v skladu z njihovimi pooblastili; 
2. preprečuje razkritje podatkov nepoklicanim osebam; 
3. preprečuje nepooblaščeno obdelavo podatkov ter 
4. omogoča poznejše ugotavljanje, kdaj so bili posamezni podatki obdelani, komu so 




Zaradi varovanja podatkov so delavci policije dolžni izvajati sledeče splošne varnostne 
ukrepe (Pravilnik o zaščiti podatkov policije, 18. člen): 
1. kadar zapuščajo svoje delovne prostore, morajo zakleniti pisalne mize, omare, 
blagajne in pisarne, v katerih hranijo varovane podatke; 
2. dokumentov ali medijev z varovanimi podatki ne smejo puščati na odprtih 
površinah pisarniške opreme ali drugih mestih, kjer so dostopni nepoklicanim 
osebam; 
3. navodila za uporabo računalniških evidenc morajo hraniti tako, da niso dostopna 
nepoklicanim osebam; 
4. dosledno morajo izvajati postopek prijave oziroma odjave s svojim osebnim 
geslom na začetku oziroma zaključku dostopa do varovanih podatkov, shranjenih v 
evidencah ITSP; 
5. terminali, delovne postaje ITSP in druga oprema z zasloni, ki se uporablja za 
obdelavo podatkov, mora imeti zaslone nameščene tako, da je nepoklicanim 
osebam onemogočen pogled na podatke. Če zaslona tako ni mogoče namestiti, 
mora ta biti v času prisotnosti nepoklicane osebe ugasnjen ali v fazi ohranjevalnika 
zaslona; 
6. po končani izdelavi dokumentov z varovanimi podatki morajo poskrbeti za uničenje 
pomožnega gradiva, ki so ga uporabili oziroma je nastalo pri izdelavi dokumenta; 
7. upoštevati morajo druge predpise, ki jih zavezujejo, kako naj pri svojem delu 
ravnajo z varovanimi podatki. 
 
Delavec policije, ki obdeluje varovane podatke, ne sme z njihovo vsebino seznaniti drugih 
oseb, razen pod pogoji in na način, ki ga določa zakon. Če opravljanje nalog policije 
zahteva, da se z določenimi varovanimi podatki seznanijo tudi druge osebe, delavec 
policije pred posredovanjem teh podatkov pridobi dovoljenje vodje enote, kjer je 
zaposlen, razen če gre za seznanitev delavcev policije ali javnih uslužbencev ministrstva, 
pristojnega za notranje zadeve za izvajanje nadzora nad opravljanjem nalog policije 
(Pravilnik o zaščiti podatkov policije, 23. člen). 
 
Prostori, kjer se obdelujejo varovani podatki, so varovani z organizacijskimi, s fizičnimi in 
tehničnimi ukrepi, ki nepooblaščenim onemogočajo dostop do medijev in naprav, s 
katerimi se varovani podatki obdelujejo (Pravilnik o zaščiti podatkov policije, 24. člen). 
 
Delo in gibanje v objektih policije se vrši v skladu s hišnim redom; v prostorih, kjer je 
nameščena oprema ITSP, pa veljajo posebna pravila (Pravilnik o zaščiti podatkov policije, 
25. člen). 
Oprema ITSP se uporablja samo za izvajanje nalog policije; za druge namene je potrebno 
dovoljenje vodje enote (Pravilnik o zaščiti podatkov policije, 27. člen).  
 
Pri dostopu do varovanih podatkov se preverijo identiteta uporabnika, njegova 
pooblastila za dostop in dostop se evidentira. Vsak uporabnik ima lastno prijavo, ki 





Uporabniku se varnostni profil dodeli glede na njegove delovne naloge in določi se mu 
dostop do minimalnega obsega podatkov, ki jih potrebuje za opravljanje svojih delovnih 
nalog (Pravilnik o zaščiti podatkov policije, 33. člen). 
 
Prenos varovanih podatkov po telekomunikacijskih zvezah, ki povezujejo lokacije 
organizacijskih enot policije ali lokacije drugih pooblaščenih uporabnikov varovanih 
podatkov policije, je varovan s postopki in z ukrepi, ki nepooblaščenim osebam 
preprečujejo prilaščanje, spreminjanje ali uničenje ter neupravičeno seznanjanje z vsebino 
podatkov (Pravilnik o zaščiti podatkov policije, 38. člen). 
 
Policija dokumente ali medije z varovanimi podatki prenaša s kurirsko pošto, po 
priporočeni pošti s povratnico ali elektronski poti. Zaposleni, ki odpravlja pošto, kurirja 
seznani z ukrepi za varovanje take pošte (Pravilnik o zaščiti podatkov policije, 39. člen). 
 
Pravna podlaga za posredovanje osebnih podatkov posamezniku, ki se nanašajo 
nanj, je v zakonu, ki ureja varstvo osebnih podatkov (Pravilnik o zaščiti podatkov policije, 
46. člen). 
 
Policija osebne podatke iz evidenc, ki jih upravlja, posreduje zakonsko upravičenim 
fizičnim osebam na podlagi izkazanega pravnega interesa, pravnim osebam pa skladno z 
zakonom. Pravni interes se ne izkazuje, če se zahteva podatek, ki je informacija javnega 
značaja (Pravilnik o zaščiti podatkov policije, 47. člen).  
 
Zaposleni v policiji ob sklenitvi delovnega razmerja ali ob premestitvi na delovno mesto, 
kjer bo obdeloval varovane podatke, s pisno izjavo potrdi, da je seznanjen s predpisi, ki v 
policiji urejajo varovanje podatkov. 
 
Nadzor nad izvajanjem varovanja podatkov opravljata organizacijski enoti, pristojni za 
nadzor in zaščito podatkov. Za nadzor in obdelavo podatkov odgovarja vodja enote, iz 
katere je uporabnik ITSP (Pravilnik o zaščiti podatkov policije, 55. člen). 
 
Zaposleni v policiji, ki sumi ali zazna varnostni dogodek, o tem nemudoma obvesti vodjo 
enote, ta pa vodjo oz. lokalnega vodjo informacijske varnosti. Slednji obvesti 
organizacijsko enoto, pristojno za zaščito podatkov in organizacijsko enoto, pristojno za 
notranje preiskave in pomoč policistom. Delavec policije pred zavarovanjem izvede prve 
nujne ukrepe za preprečitev nadaljnjih škodljivih posledic (Pravilnik o zaščiti podatkov 
policije, 56. člen). 
 
Tajni podatki se hranijo v okolju, ki je urejeno s posebnimi varnostni protokoli. Varnostne 





Regulativni predpisi o zaupnih podatkih pogojujejo pooblaščenim osebam dostop do 
podatkov s potrebo po vedenju (t.i. »need to know« načelo), ki izhaja iz njihovega dela. 
Posamezniki spoznajo zaupno gradivo kot uslužbenci, kurirji, raziskovalci, zgodovinarji, pri 
študentskem delu ipd. Za te osebe velja načelo, da varujejo informacije in podatke, do 
katerih so prišli pri opravljanju svojega dela. Veže jih poklicna molčečnost, poklicna 
skrivnost. Zaveza k varovanju tako pridobljenih podatkov se vzpostavi na podlagi 
potrditve odgovornosti posameznika s podpisom izjave o seznanitvi s predpisi in z izjavo o 
varovanju pridobljenih podatkov (Lavrič, 2008, str. 44). 
 
Tajni podatki sestavljajo upravne naloge, ki jih vrši policija. Policisti tajne podatke 
dokumentirajo z ustreznim pisnim zapisom. Pisni zapis je vsak pisan, risan, tiskan, 
fotografiran, fotokopiran, fonografski, avdio-video, elektronski ali kako drugače zapisan 
zapis. Zapisi se evidentirajo v za to ustrezno elektronsko aplikacijo policije. Tajni podatki 
vsebujejo ob pisnem zapisu še oceno škodljivih posledic ob razkritju, ki je v prilogi tajnega 
podatka. Obstajajo posebnosti pri dostopu, hrambi, pregledovanju, varovanju, prenosu in 
pri izločanju ter uničevanju tajnih podatkov (GPU UIT – CZP, 2012).  
 
Vsak tajni podatek se v policiji dokumentira, kar pomeni, da se izdela dokument  skladno 
z Uredbo o upravnem poslovanju (2. člen), pri čemer se kot dokument ne razume samo 
dokumenta v papirni oblik (skladno z enotno grafično podobo), ampak vsak pisan, risan, 
tiskan, fotografiran, fotokopiran, fonografski, v elektronski obliki ali kako drugače zapisan 
izdelek. Tajne podatke se tudi evidentira v ustrezno evidenco dokumentarnega gradiva za 
tajne podatke, ki je ločena od evidence ostalega dokumentarnega gradiva. Na nivoju GPU 
in PU se za evidentiranje tajnih podatkov uporablja poseben modul »Tajni podatki« v 
aplikaciji SPIS, ki deluje v programu Lotus Notes. Na policijskih postajah se tajni podatki 
evidentirajo v rubriko »Tajni podatki« znotraj aplikacije Evidenca dokumentov in zadev v 
okolju ISPP (Navodilo o poslovanju s tajnimi podatki, 8. člen). 
 
Evidentirajo se posamezni tajni podatki v zadevi in ne celotna zadeva. Uporabljajo se 
določila Uredbe o upravnem poslovanju. Evidentira se »prometne podatke« in ne vsebine. 
Vsebina ne sme biti razvidna iz spisov. Tajno dokument spremlja ocena škodljivih 
posledic, ki je evidentirana kot samostojen dokument v zadevi in je priložena originalnemu 
dokumentu. Ocena ni tajna. K dokumentom stopnje tajno in strogo tajno se priloži 
seznam vpogledov. Oseba se ob vnosu predpisanih podatkov vpogleda (ime in priimek, 
čas, datum, razlog vpogleda) in se lastnoročno podpiše na seznam vpogledov (Pravilnik o 
varovanju tajnih podatkov v MNZ RS, 52. člen) (Priloga 6: Vzorec seznama vpogledov za 
tajni podatek stopnje tajno in strogo tajno). 
 
Seznam ni evidentiran. K dokumentom se priloži seznam kopiranja s podatki o tem, kdo je 
kopiral in v kolikih izvodih. Razmnoževanje dokumentov stopnje strogo tajno je 
prepovedano. Razmnoževanje ostalih stopenj lahko prepove originator, sicer pa se ti 
dokumenti razmnožujejo na podlagi pisarniške odredbe v obliki štampiljke (na izvirniku). 
Razmnožujejo jih pooblaščene osebe, vedno v upravnem ali varnostnem območju, glede 
na stopnjo. Iz kopije dokumenta je razvidno, iz katerega originala izhaja. Za 
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razmnoževanje se šteje kopiranje, skeniranje, prevajanje, pripravljanje izvlečkov (GPU IUT 
– CZP, 2012). 
 
Uslužbence javne uprave zavezujejo področni zakoni in Uredba o upravnem poslovanju o 
varovanju zaupnosti podatkov, kadar jih kot take označijo stranke, ponudniki in drugi 
poslovni subjekti. Ko se gradivo zaupne narave prenaša iz zbirk (nerešenih zadev, tekoče, 
stalne zbirke) ali se prenese pristojnemu arhivu oziroma se uniči, kadar ni arhivsko in je 
bila stopnja tajnosti znižana (lahko tudi na stopnjo nič), uslužbenec poskrbi za predajo 
pravilnih in popolnih napotkov strokovnim službam o ravnanju z dokumentarnim gradivom 
v klasični ali elektronski obliki (GPU IUT – CZP, 2012). 
 
Dokumentarno gradivo tajnih podatkov, ki so hranjeni v redni stalni zbirki organa ter 
kasneje preneseni pristojnemu arhivu, ureja Zakon o tajnih podatkih.  
 
V prehodnih in končnih določbah zakona je določeno, da se tajnim podatkom, ki jim je 
bila stopnja tajnosti določena po prejšnjih predpisih in so v zbirki nerešenih zadev, 
spremeni oznaka stopnje tajnosti najpozneje do določenega zakonskega roka. Oznake 
stopenj tajnosti pa ni potrebno spreminjati tajnim podatkom v elektronski oziroma drugi 
ne papirni obliki, ki se hranijo v tekoči ali stalni zbirki dokumentarnega gradiva. Oznaka 
stopnje tajnosti se spremeni ob njihovi ponovni uporabi ali posredovanju drugemu 
uporabniku (GPU IUT – CZP, 2012). 
 
Pooblaščene osebe, ki razpolagajo s tajnimi podatki, pregledajo stopnje tajnosti enkrat 
letno pri oznaki strogo tajno in vsaka tri leta pri interno, zaupno, tajno ter ocenijo obstoj 
potrebe po njihovi zaupnosti. Posameznik, ki ravna z zaupnimi podatki, je  varnostni 
element, ki omogoča redno preverjanje in pravilno hrambo gradiva v organu. Manj kot je 
oseb, ki pregleduje zaupne vsebine, manjša je možnosti zlorabe in razkritij (ZTP, 18. 
člen). 
 
Pravilno označevanje in organiziran prevoz v internih kurirskih službah zmanjšujeta 
možnost odtujitev in povečujeta pravilnost primopredaj. Zunanje prevozne službe običajno 
ne zaznajo pomembnosti vsebin, ki jih prenašajo. Lavrič (2008, str. 45) navaja primer iz 
Velike Britanije, kjer je uradnik centra za zdravstveno zavarovanje v Newcastlu po 
nepravilnem postopku poslal elektronski medij z osebnimi podatki 25 milijonov  Britancev, 
ki se je med potjo izgubil. 
 
Policisti in druge osebe, pooblaščene za prenos tajnih podatkov stopenj tajnosti tajno in 
strogo tajno opravijo program usposabljanja s teorijo in prakso ter pridobijo veščine za 
prenos tajnih podatkov (Uredba o varovanju tajnih podatkov, 22. člen). Cilj usposabljanja 
je, da udeleženci spoznajo veljavno zakonodajo in podzakonske predpise na področju 
varovanja tajnih podatkov, da poznajo pristojnosti in naloge ob prenosu tajnih podatkov, 
da poznajo način prenosa tajnih podatkov in znajo ukrepati ob izrednih dogodkih, da 
poznajo ukrepe in postopke ob prometnih in drugih nesrečah, postankih in drugih 
podobnih dogodkih, da poznajo osnove sledenja in protibombne zaščite, da znajo 
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uporabiti osnovne tehnike samoobrambe in da izurijo osnovne elemente varne vožnje 
osebnih in terenskih vozil policije (GPU IUT – CZP, 2012). 
 
Za varovanje zaupnih informacij in podatkov odgovarjajo zaposleni in osebe, ki imajo 
posebno dovoljenje za dostop do teh podatkov. S pridobljenimi informacijami ravnajo 
tako, da ne povzročijo njihovega razkritja, zlorabe ali celo izdaje. Zaupne podatke varujejo 
tudi osebe, ki se udeležujejo postopka zaradi varstva svojih pravnih koristi in v ta namen 
lahko pregledujejo, izpisujejo, prepisujejo ali kopirajo gradivo, ki se nanaša nanje; 
pridobljene podatke pa varujejo kot zaupne. Zakon o Slovenski obveščevalno-varnostni 
agenciji (ZSOVA, 17. člen) pa posamezniku ne dovoljuje vpogleda v zbirko osebnih 
podatkov, ki se nanašajo nanj. 
 
Zaupni državni dokumenti so podvrženi strožjim pravilom varovanja kot pa osebni podatki. 
Dostop do osebnih podatkov ima širši krog ljudi (receptorji, zdravniki, uradniki, varnostniki 
itd.), medtem ko lahko tajne podatke pregledujejo le varnostno preverjene osebe, ki 
ustrezajo določenim kriterijem. Vse osebe pa so zavezane, da tajne podatke, s katerimi so 
bile seznanjene v okviru svojega dela, varujejo kot poklicno skrivnost (GPU IUT – CZP, 
2012). 
 
Rok zaupnosti pa ni trajen, ampak nekoč poteče. Osebni podatki iz javnih zbirk postanejo 
dostopni javnosti v 10 letih po smrti (če posameznik tega ni prepovedal) ali v 75 letih od 
njihovega nastanka; tajni podatki (poslovne, davčne in druge skrivnosti) postanejo 
dostopni javnosti po 40 letih od njihovega nastanka in po predaji pristojnemu arhivu. 
Vlada RS lahko na obrazložen zahtevek arhivske komisije, kadar obstaja interes, v skladu 
z določbami Zakona o varstvu dokumentarnega in arhivskega gradiva ter arhivih ta rok 
podaljša, lahko pa ga tudi skrajša, če obstaja močnejši javni interes (test javnega 
interesa) (Priloga 10: Vzorec dokumenta z zaznamkom o preklicu tajnosti) . 
 
4.3 ORGANI, PRISTOJNI ZA IZDAJO DOVOLJENJ 
 
Predstojniki organov Ministrstva za notranje zadeve, Ministrstva za obrambo in Slovenske 
obveščevalno-varnostne agencije izdajo dovoljenje za dostop do tajnih podatkov stopenj 
zaupno, tajno in strogo zaupno osebam, ki potrebujejo dostop do tajnih podatkov zaradi 
opravljanja funkcij ali izvajanja nalog na delovnih mestih v teh organih. Kadar pa oseba 
potrebuje dostop do tajnih podatkov zaradi opravljanja nalog ali funkcije v drugem 
organu, izda na predlog predstojnika tega organa dovoljenje minister za notranje zadeve 
oziroma minister za obrambo, če gre za opravljanje obrambnih dolžnosti ali vojaške 
službe. Osebam, ki potrebujejo dovoljenje zaradi obravnavanja tajnih podatkov v 
organizacijah, ki se jim tajni podatki posredujejo zaradi izvršitve naročil, izda dovoljenje 
organ, pristojen za izdajo varnostnih dovoljenj organizacijam (ZTP, 22. člen). 
 
Z zakonom določen predlagatelj poda predlog za izdajo dovoljenja za dostop do 




– predstojnik organa za osebe, ki bodo dovoljenje potrebovale zaradi izvajanja 
nalog na delovnem mestu v tem organu, ter za osebe, zaposlene v teh 
organizacijah, 
– predstojnik organa (naročnika) za osebe v organizacijah, ki se jim podatki 
posredujejo zaradi izvršitve naročil tega organa, 
– minister, pristojen za gospodarstvo, za osebe, zaposlene v organizacijah, ki 
bodo dovoljenje za dostop do tajnih podatkov potrebovale zaradi izvajanja 
javnih in drugih naročil, v okviru katerih bodo potrebovale dostop do tajnih 
podatkov tuje države ali mednarodne organizacije in 
– predstojnik Urada za varovanje tajnih podatkov v vseh drugih primerih, ki niso 
zajeti v prejšnjih točkah. 
 
Vsebina predloga je naslednja: 
 
– pisni predlog predlagatelja vsebuje podatke o osebi (ime, priimek, rojstni 
datum), ki bo varnostno preverjena, in stopnjo tajnosti podatka, za katerega 
se daje dovoljenje;  
– pisno soglasje preverjene osebe za varnostno preverjanje; 
– dokazilo o opravljenem usposabljanju s področja obravnavanja tajnih 
podatkov. Program za osnovno in dodatno usposabljanje za obravnavo in 
varovanje tajnih podatkov v Policiji ter usposabljanje za kurirje (za prenos 
tajnih podatkov stopnje tajno in strogo tajno) obsega več vsebin: splošno 
materijo o tajnih podatkih, določitev stopnje tajnosti podatka in njegovo 
označitev, dostop do tajnih podatkov, evidentiranje in uničenje tajnih 
podatkov, varovanje, prenos in razmnoževanje tajnih podatkov ter postopek, ki 
se izvaja ob zlorabi tajnega podatka, vsebino industrijske varnosti ter pomen 
nacionalnega varnostnega organa. Udeleženci z usposabljanjem pridobijo 
potrebna znanja s področja obravnavanja in varovanja tajnih podatkov. Osebe 
z dovoljenjem za dostop do tajnih podatkov stopnje tajnosti zaupno ali višje 
stopnje se enkrat letno udeležijo tega usposabljanja (ZTP, 38. člen). Na 
podlagi Akta o notranji sistematizaciji, delovnih mestih in nazivih v policiji je 
dostop do tajnih podatkov določen v rubriki »dostop do tajnih podatkov«; 
– izjava o seznanitvi z zakoni in s predpisi; 
– v zaprti ovojnici so izpolnjeni vprašalniki preverjene osebe za ustrezno stopnjo 
tajnosti: zaupno: osnovni vprašalnik (ZTP, 25. člen in GPU UIT – CZP, 2012). 
      
Obligatorni zadržki za izdajo dovoljenja (dovoljenje se obvezno prekliče) so: 
 lažne navedbe podatkov v varnostnem vprašalniku ali razgovoru, 
 neizbrisane pravnomočne obsodbe za najmanj tri mesece nepogojne zaporne 
kazni za kaznivo dejanje, ki se preganja po uradni dolžnosti, 
 dokončne disciplinske kršitve ali izrečen ukrep zaradi težje disciplinske kršitve s 
področja obravnavanja in varovanja tajnih podatkov, 
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 odvisnost od alkohola, drog oziroma druge oblike zasvojenosti (ZTP, 25. člen in 
GPU UIT – CZP, 2012). 
 
Fakultativni zadržki  za izdajo dovoljenja (dovoljenje se lahko prekliče) so: 
 pravnomočne obtožnice za kaznivo dejanje, ki se preganja po uradni dolžnosti, 
razen za kaznivo dejanje, ki predpisuje glavno denarno kazen ali zapor do treh 
let, 
 nepravnomočne obsodilne sodbe za kaznivo dejanje, za katero je predpisana 
denarna kazen ali zapor do treh let, 
 neizbrisane pravnomočne obsodilne sodbe ali več izrečenih denarnih glob za 
prekrške, določene z ZTP, 
 druge ugotovitve varnostnega preverjanja, ki vzbujajo utemeljen dvom v 
verodostojnost, zanesljivost in lojalnost za varno obravnavanje tajnih 
podatkov, 
 drugi varnostni zadržki, določeni z zakoni ali z mednarodnimi pogodbami (ZTP, 
25. člen in GPU UIT – CZP, 2012). 
 
Podatki so časovno opredeljeni od njihovega nastanka in do uničenja. 
 
Večina dokumentov, ki nastane pri delu policije, se označi kot arhivsko gradivo. Postopki 
izločanja in uničevanja dokumentarnega gradiva potekajo v skladu z Načrtom 
klasifikacijskih znakov MNZ (ZPol, 3. člen). Po Zakonu o varstvu dokumentarnega in 
arhivskega gradiva ter arhivih se arhivsko gradivo pojmuje kot kulturni spomenik. 
 
Postopek izločanja in uničevanja tajnega podatka predpisuje Uredba o varovanju tajnih 
podatkov (Uredba o varovanju tajnih podatkov, 30. člen). Generalni direktor policije je 
leta 2007 izdal Navodilo o uničevanju tajnih podatkov št. 024-77/2007/4 in Postopkovnik 
za uničevanje tajnih podatkov št. 024-77/2007/2.   
 
Organizacijske enote Policije, skladno z Uredbo o upravnem poslovanju, izvedejo postopek 
odbire in izločevanja dokumentarnega gradiva, kamor sodijo tajni podatki. Komisija 
organizacijske enote, ki ugotovi, da je določen tajni podatek potrebno izločiti in uničiti, to 
zavede v zapisnik in v evidenco dokumentarnega gradiva za tajne podatke. 
 
Uničijo se zgolj pregledani in izločeni tajni podatki. Pregled se opravlja (GPU UIT – CZP, 
2012): 
– enkrat letno za podatke stopnje strogo tajno, 
– enkrat na leto za vse tajne podatke, ki so bili prejeti informativno oziroma v 
vednost, 
– vedno na predlog prejemnika tajnih podatkov. 
Pregled tajnih podatkov opravlja posebej pooblaščena oseba, ki po pregledu na sprednji 
strani dokumenta (oziroma nosilcu) tajnega podatka naredi zaznamek »Pregledano, dne 
_______« in se podpiše. 




Uničenje tajnih podatkov opravlja tričlanska komisija za uničenje tajnih podatkov, eden 
izmed članov je predstavnik GPU UIT - CZP . Komisijo imenuje predstojnik organa ali od 
njega pooblaščena oseba. 
 
Organizacijska enota policije pošlje izločen tajni podatek Sektorju za zaščito ITK-sistemov 
in podatkov GPU UIT, ki je organiziran pri MNZ na Štefanovi ulici 2 v Ljubljani. Dvakrat 
letno se v Sektorju sestane Komisija za uničevanje tajnih podatkov in vodja komisije 
zagotovi, da sta v evidenci dokumentarnega gradiva v polju »komentar« vpisana številka 
in datum zapisnika o uničenju tajnega podatka. V polje »ključne besede« se vpiše 
ustrezno oznako (I-U, Z-U, T-U in ST-U), ki izkazuje stopnjo tajnosti in da je bil dokument 
uničen (GPU UIT – CZP, 2012) (Priloga 11: Vzorec seznama tajnih podatkov za uničenje). 
 
Uničen tajni podatek mora biti neprepoznaven in neobnovljiv (Uredba o varovanju tajnih 
podatkov, 30. člen). Postopkovnik določi postopek za uničenje tajnih podatkov v policiji. 
Komisija uniči tajne podatke na način (Postopkovnik za uničenje tajnih podatkov, 3. člen): 
– da papir z vzdolžnim in s prečnim razrezom razreže z rezalnikom na kose 
velikosti od 0,8 mm x 15 mm, nato kose sežge ali kemično uniči, 
– disketnim enotam odstrani medij in ga uniči enako kot papir, 
– trde diske razreže na večje število kosov ali jih naluknja z vrtalnikom in jih 
fizično, kemično ali termično izniči, 
– optične nosilce podatkov (CD-ROM, DVD-ROM, CD/R, CD/RW, DVD/R, 
DVD/RW, DVD-RAM) in magnetno-optične diske uniči enako kot papir, 
– magnetne trakove in polprevodniške nosilce podatkov (EPRO, EEPROM, 
FASHROM, NV-RAM, PRAM …) s postopkom razmagnetenja izbriše in zažge ali 
kemično oz. mehansko uniči. 
 
O uničenju tajnih podatkov je voden zapisnik (vsebuje številko, datum in stopnjo tajnosti 
uničenega podatka ali nosilca). O uničenju podatka stopnje strogo tajno se pisno obvesti 
organ, ki je določil stopnjo tajnosti. Zapisnik se priloži seznamu vpogledov. Za tajne 
podatke s preklicano stopnjo tajnosti se uporabljajo določila Uredbe o upravnem 
poslovanju.  
 
4.4 OBDELAVA IN HRAMBA ZAUPNIH PODATKOV 
 
Osebni podatki se lahko obdelujejo, če to dovoljuje zakon ali če v obdelavo osebno 
privoli posameznik.  
 
Namen obdelave osebnih podatkov določa zakon. Posameznika, ki je dal soglasje za 
obdelavo osebnih podatkov, se pisno ali na drug ustrezen način seznani z namenom 




Obdelavo osebnih podatkov in osebne podatke, ki se obdelujejo v javnem sektorju, določa 
zakon. Zakon določi, katere osebne podatke je mogoče obdelovati le na podlagi osebne 
privolitve posameznika. Izjemoma se dovoli obdelava osebnih podatkov, ki so nujni za 
izvrševanje zakonitih pristojnosti, nalog ali obveznosti javnega sektorja, če obdelava ne 
poseže v upravičen interes posameznika, na katerega se osebni podatki nanašajo. Osebni 
podatki se lahko obdelujejo tudi brez zakonite pravne podlage, kadar je obdelava nujno 
potrebna za varovanje življenja ali telesa posameznika (ZVOP-1, 9. člen). 
 
Občutljivi osebni podatki se obdelujejo le, če je posameznik izrecno in osebno privolil v 
njihovo obdelavo; obdelujejo pa se tudi, kadar gre za izpolnjevanje obveznosti in 
posebnih pravic upravljavca podatkov na področju zaposlovanja; če je obdelava nujno 
potrebna za varovanje življenja in telesa posameznika; če jih za namene zakonitih 
dejavnosti obdelujejo ustanove, združenja, društva, verske skupnosti ali druge 
nepridobitne organizacije; če je posameznik svoje podatke javno objavil; za namene 
zdravstvenega varstva prebivalstva in posameznikov; če je to potrebno zaradi 
uveljavljanja ali nasprotovanja pravnemu zahtevku in če tako določa drug zakon zaradi 
izvrševanja javnega interesa (ZVOP-1, 13. člen). 
 
Občutljivi osebni podatki so pri obdelavi posebej označeni in zavarovani (izjema: ko 
posameznik svoje podatke sam javno objavi). Prenos občutljivih osebnih podatkov preko 
telekomunikacijskih omrežij se vrši z uporabo kriptografskih metod in elektronskega 
podpisa, s katerim se zagotavlja nečitljivost oziroma neprepoznavnost med prenosom 
(ZVOP-1, 14. člen).  
 
Osebni podatki se zbirajo za posebej določene in zakonite namene in takšna je tudi 
njihova nadaljnja obdelava (ZVOP-1, 16. člen). Kadar se zbrani osebni podatki obdelujejo 
za zgodovinske, statistične in znanstveno-raziskovalne namene, se uporabnikom 
posredujejo v anonimni obliki razen, če zakon določa drugače ali je posameznik, na 
katerega se podatki nanašajo, v javno objavo pisno privolil. Uporabnik po obdelavi osebne 
podatke uniči (ZVOP-1, 17. člen). 
 
Osebni podatki so shranjeni toliko časa, da je dosežen namen njihovega zbiranja oziroma 
nadaljnje obdelave. Ko je namen obdelave dosežen, se osebni podatki zbrišejo, uničijo, 
blokirajo ali anonimizirajo, razen če so ti podatki opredeljeni kot arhivsko gradivo po 
zakonu, ki ureja arhivsko gradivo in arhive, ali če zakon za posamezne vrste osebnih 
podatkov določi drugače (ZVOP-1, 21. člen). 
 
Upravljavci osebnih podatkov in pogodbeni delavci skrbijo za zavarovanje osebnih 
podatkov.  V svojih aktih predpišejo postopke in ukrepe za zavarovanje osebnih podatkov 
in določijo odgovorne osebe za določene zbirke osebnih podatkov in tiste, ki zaradi narave 
dela, ki ga opravljajo, obdelujejo določene osebne podatke (ZVOP-1, 25. člen). 
 
Zavarovanje osebnih podatkov obsega organizacijske, tehnične in logično-tehnične 
postopke in ukrepe, s katerimi se varujejo osebni podatki, se preprečuje slučajno ali 
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namerno nepooblaščeno uničevanje podatkov in njihova sprememba ali izguba ter 
nepooblaščena obdelava teh podatkov tako, da se (ZVOP-1, 24. člen): 
– varujejo prostori, oprema in sistemskoprogramska oprema z vhodno-izhodnimi 
enotami, 
– varuje aplikativna programska oprema, s katero se obdelujejo osebni podatki, 
– preprečuje nepooblaščen dostop do osebnih podatkov pri njihovem prenosu, 
vključno s prenosom po telekomunikacijskih sredstvih in omrežjih, 
– zagotavlja učinkovit način blokiranja, uničenja, izbrisa ali anonimiziranja 
osebnih podatkov, 
– omogoči poznejša ugotovitev vnosa posameznih osebnih podatkov v zbirko 
osebnih podatkov in njihova uporaba, obdelava ter subjekt obdelave z 
namenom zagotavljanja varstva pravic posameznikom zaradi nedopustnega 
posredovanja ali obdelave osebnih podatkov. 
 
Povezave zbirk osebnih podatkov iz kazenske evidence in prekrškovnih evidenc z drugimi 
zbirkami osebnih podatkov ter povezava zbirk osebnih podatkov iz kazenske  in 
prekrškovne evidence niso dovoljene (ZVOP-1, 85. člen). 
 
Pri obdelavi osebnih podatkov dostopnih preko telekomunikacijskega sredstva ali omrežja, 
zagotavlja strojna in aplikativno programska oprema obdelavo osebnih podatkov v zbirkah 
osebnih podatkov, v mejah pooblastil, ki jih ima uporabnik osebnih podatkov. Postopki in 
ukrepi za zavarovanje osebnih podatkov ustrezajo tveganjem, ki jih predstavlja obdelava 
in narava določenih osebnih podatkov, ki se obdelujejo. 
 
Funkcionarji, zaposleni in drugi posamezniki, ki opravljajo dela in naloge pri osebah, ki 
obdelujejo osebne podatke, varujejo tajnost osebnih podatkov, s katerimi so bili 
seznanjeni pri svojem delu. Varovanje tajnosti osebnih podatkov posameznikov ne 
preneha po prenehanju funkcije, zaposlitve, opravljanja del in nalog ali opravljanja 
storitev pogodbene obdelave (ZVOP-1, 24. člen) . 
 
Tajni podatki se obravnavajo v ustreznem varnostnem območju (upravno območje ali 
varnostno območje I. ali II. stopnje) in se hranijo v sistematiziranem pisarniškem pohištvu 
ali blagajnah v skladu z Uredbo o varovanju tajnih podatkov, ki tudi določa minimalne 
standarde pohištva in blagajn. 
 
Tajni podatki stopnje interno se obravnavajo v upravnem območju. Tajni podatki stopnje 
tajnosti zaupno ali višje stopnje se obravnavajo in hranijo v določenem, vidno označenem 
prostoru – varnostnem območju, ki se zaradi načina obravnavanja tajnih podatkov uvršča 
v varnostno območje I. ali II. stopnje (Uredba o varovanju tajnih podatkov, 10. člen). 
 
Generalni direktor policije je leta 2006 sprejel Sklep o določitvi upravnih območij v Policiji, 





Sklep določa, da upravna območja v policiji obsegajo prostore: 
– notranjih organizacijskih enot generalne policijske uprave, 
– policijskih uprav in 
– policijskih postaj. 
 
V teh prostorih se obravnavajo tajni podatki s stopnjo tajnosti interno (Uredba o 
varovanju tajnih podatkov, 10. člen), kadar se zanje izrecno ne določi varnostno območje 
I. ali II. stopnje. 
 
Obseg upravnega območja je označen z obvestilnim (nalepko) napisom (»UPRAVNO 
OBMOČJE«) in v njem je vzpostavljen sistem nadzora gibanja oseb in vozil (Uredba o 
varovanju tajnih podatkov, 13. člen). 
 
Slika 2: Vzorec obvestila (nalepke) za upravna območja v policiji 
 
Vir: GPU UIT – CZP (2012). 
 
Tajne podatke se hrani ločeno od ostalih dokumentov v upravnem (interno) oziroma 
varnostnem območju (zaupno in višje). Predstojnik lahko s sklepom določi drugačno 
označitev varnostnih območij: 
– interno v upravnem območju; hramba v pisarniških ali kovinskih omarah, 
– zaupno, tajno in strogo tajno v varnostnem območju; hramba v blagajnah 
protivlomne stopnje II. in III. (GPU UIT – CZP, 2012). 
Pisarniško pohištvo in blagajne s tajnimi podatki se na zunanjem vidnem mestu, običajno 
v zgornjem levem robu (drugače na drugem vidnem mestu), označijo z nalepko primerne 
velikosti (npr. 4 x 4 cm), na katero se vpiše velika tiskana črka oziroma črki (Uredba o 
varovanju tajnih podatkov, 19. člen): 
– Z za stopnjo tajnosti zaupno, 
– T za stopnjo tajnosti tajno, 




Če so v omari hranjeni podatki z različnimi stopnjami tajnosti, se oznaka opravi za najvišjo 
stopnjo tajnosti. 
 
Slika 3: Vzorci nalepk za označitev pisarniškega pohištva in blagajn, v katerih hranimo 
tajne podatke 
     Stopnja »ZAUPNO«       Stopnja »TAJNO« Stopnja »STROGO TAJNO« 
   
Vir: GPU UIT – CZP (2012). 
 
Upravno območje je območje, stavba oziroma okoliš, označeno s tablami z imenom 
organa in z obvestilom o nadzoru vstopa in gibanja (če se ta izvaja). Generalni direktor 
policije upravno območje določi s sklepom po predhodno pridobljenem mnenju Urada 
vlade RS za varovanje tajnih podatkov. Vzpostavljen okoliš varnostnega območja I. ali II. 
stopnje je vidno določen z obsegom prostora in s čitljivim napisom: »VARNOSTNO 
OBMOČJE – II. oziroma I. stopnje«, tako da je osebi, ki vanj vstopa, jasno, da prehaja na 
varnostno območje. Vhodi in izhodi so varovani. Na varnostnem območju se shranjujejo in 
obdelujejo tajni podatki do stopnje tajnosti interno (Uredba o varovanju tajnih podatkov, 
10. člen). 
 
Slika 4: Vzorec obvestila (nalepke) o video nadzoru 
 
Vir: GPU UIT – CZP (2012). 
 
Vstopanje oseb v »upravno območje« nadzira služba za varovanje, ki ugotavlja identiteto 
oseb in razlog vstopa. Vstopanje policistov in delavcev MNZ v upravno območje poteka z 
(imensko) identifikacijsko kartico. Vstope drugih oseb (obiskovalcev) preverja služba za 
varovanje in ko ugotovi njihovo identiteto in namen obiska, jih vpiše v evidenco vstopov 
in gibanja. Obiskovalec prejme začasno identifikacijsko kartico, ki jo pripne na vidno 
mesto in jo nosi ves čas obiska. Sklep o določitvi upravnih območij iz leta 2006, št. 243-
40/2006/3, namreč določa, da morajo vse osebe, ki se gibljejo in zadržujejo v upravnem 
območju, na vidnem mestu nositi ustrezno identifikacijsko kartico, razen če z navedenim 
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sklepom ni določeno drugače. Obiskovalci vstopajo, se gibljejo in zadržujejo v upravnem 
območju v spremstvu delavca policije. Uniformirani policisti in zaposleni na policijski 
postaji v upravnem območju policijske postaje, kjer redno opravljajo svoje naloge, ne 
nosijo identifikacijske izkaznice. Sklep o določitvi upravnih območij, št. 243-40/2006/3, 
namreč določa, da uniformirani policisti, zaposleni na policijski postaji in izjemoma tudi 
drug delavec policijske postaje v upravnem območju policijske postaje, v okviru katere 
redno opravlja svoje naloge, ni dolžan nositi identifikacijske izkaznice. 
 
V varnostnem območju II. stopnje se obravnavajo in hranijo tajni podatki stopnje zaupno, 
tajno in strogo tajno. Sam vstop in gibanje v tem območju še ne omogočata dostopa do 
tajnih podatkov. Izvajajo se naslednji varnostni postopki in ukrepi (Uredba o varovanju 
tajnih podatkov, 10. člen): 
– vhodni nadzor, 
– primerna organizacija dela, 
– sistem nadzora gibanja, 
– izključena je oprema za snemanje ali prenašanje tajnih podatkov (uporabo 
dovoli vodja varnostnega območja), 
– izven delovnega časa se izvajajo sistem fizičnega ali protivlomnega varovanja 
oziroma občasni fizični pregledi prostorov, določeni v načrtu varovanja. 
 
Slika 5: Vzorec obvestila (nalepke) za varnostno območje II. stopnje 
 
Vir: GPU UIT – CZP (2012). 
 
Varnostno območje I. stopnje je označen prostor, kjer se obravnavajo in hranijo tajni 
podatki stopnje zaupno, tajno in strogo tajno. Že sam vstop in gibanje v tem območju 
omogočata dostop do tajnih podatkov. Izvajajo se naslednji varnostni postopki in ukrepi 
(Uredba o varovanju tajnih podatkov, 10. člen): 
– vhodno-izhodni nadzor (posebno dovoljenje za vstop), 
– vodenje razvida tajnih podatkov, s katerimi se oseba seznani že ob samem 
vstopu v varnostno območje, 
– prepovedana je oprema za snemanje in prenašanje tajnih podatkov (GSM, 
USB, fotoaparati …), 
– neposredno in neprekinjeno je fizično varovanje varnostnega območja in 
vzpostavljen je elektronski sistem za protivlomno varovanje varnostnega 
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območja (celovit nadzor, nadzorni center, intervencijski čas do 7 minut, 
rezervno napajanje) 
– po končanem delovnem času se pregledajo prostori. 
 
Slika 6: Vzorec obvestila (nalepke) za varnostno območje I. stopnje 
 
Vir: GPU UIT – CZP (2012). 
 
Vstop stalno zaposlenega osebja v varnostna in upravna območja se nadzira z 
ugotavljanjem identitete vstopajoče osebe. Vstopanje ali izstopanje oseb v upravno 
območje je dovoljeno le skozi glavni vhod oziroma izhod objekta. Vstopanje in izstopanje 
izven glavnega vhoda ali izhoda dovoli izjemoma in po predhodni odobritvi službe za 
zavarovanje oziroma za varovanje objekta odgovorni policist. Fizični nadzor vstopa se 
dopolnjuje s sistemom samodejnega prepoznavanja identifikacijskih kartic oziroma 
biometričnih značilnosti vstopajočih oseb. Pred vstopom drugih oseb se preveri njihova 
identiteta in namen obiska ter izpolnjevanje drugih pogojev za vstop v varnostno 
območje. Oseba, ki se ji dovoli vstop, prejme začasno identifikacijsko kartico z namenom 
zagotovitve nadzora in evidentiranja njenega gibanja. V prostore, namenjene za 
poslovanje s strankami, osebe vstopajo in izstopajo ob navzočnosti zaposlenih in brez 
preverjanja identitete ter vodenja evidence vstopov (Uredba o varovanju tajnih podatkov, 
14. člen). 
 
Vse osebe, ki se gibljejo v varnostnem območju I. in II. stopnje, nosijo identifikacijske 
izkaznice na vidnem mestu. Predpis lahko določi izjeme. V varnostnem območju se 
zaposleni razlikujejo od obiskovalcev, tehničnega osebja in drugih (Uredba o varovanju 
tajnih podatkov, 11. člen).  
Kombinacije nastavitev elektronskih ali mehanskih ključavnic na varnostnih omarah 
oziroma blagajnah poznajo samo pooblaščene osebe (majhno število). Ključi varnostnega 
območja oziroma ključi prostorov z varnostnega območja se hranijo v posebnem prostoru 
zunaj območja in so zavarovani pred nepooblaščenimi osebami (Uredba o varovanju tajnih 
podatkov, 20. člen). 
 
Fotokopirne stroje, telefakse in druge naprave za obdelavo tajnih podatkov v varnostnih 
območjih uporabljajo posebej pooblaščene osebe za ravnanje s temi napravami (Uredba o 




Tajni podatki se obravnavajo zunaj varnostnega območja samo v fizično in tehnično 
varovanih prostorih ali na območjih s posebej nadzorovanim dostopom. Oseba, ki 
obdeluje tajni podatek zunaj varnostnega območja, ima tajni podatek ves čas pod 
nadzorom. Po končani obdelavi tajni podatek vrne v varnostno območje. Evidentiran je 
vsak iznos ali vnos nosilca tajnega podatka stopnje tajnosti zaupno in višje stopnje zunaj 
varnostnega območja. Oseba prevzem tajnega podatka potrdi z lastnoročnim podpisom in 
prevzame skrb za njegovo varnost (Uredba o varovanju tajnih podatkov, 16. člen) . 
 
4.5 DRUGI UKREPI IN POSTOPKI ZA ZAGOTAVLJANJE VARNOSTI 
TAJNIH PODATKOV 
 
Ugotovljena zloraba tajnega podatka se nemudoma sporoči predstojniku organa ali od 
njega pooblaščeni osebi. Zagotovijo se ukrepi za preprečitev nadaljnje zlorabe in za 
izsleditev odtujenega tajnega podatka. O sumu storitve kaznivega dejanja se obvesti 
Sektor kriminalistične policije, ki prične s preiskavo. Obvesti se organ, ki je določil podatek 
za tajen, kateremu se tudi sporočijo sprejeti ukrepi. O dogodku se obvesti še nacionalni 
varnostni organ (UVTP). Vsak organ ima podrobno predpisane postopke in ukrepe v 
primeru zlorabe tajnega podatka (Uredba o varovanju tajnih podatkov, 35. člen). 
 
Obvestilo o zlorabi tajnega podatka omogoča identifikacijo tajnega podatka, vsebuje 
kratek opis okoliščin, v katerih je bil tajni podatek zlorabljen, in informacijo o obveščenosti 
lastnika podatka ter opis sprejetih in izvedenih postopkov ter ukrepov za preprečitev 
nadaljnjih zlorab tajnih podatkov (Uredba o varovanju tajnih podatkov, 36. člen). 
 
Pri zagotavljanju varnosti je pomemben dejavnik protiprisluškovalni pregled.  
 
Pregled se opravlja v varnostnem območju I. stopnje in v varnostnem območju, kjer se 
razpravlja o tajnih podatkih stopnje tajno in strogo tajno predvsem zaradi zaščite pred 
pasivnimi ali aktivnimi poskusi prisluškovanja (ob določitvi, ob vsakem posegu v varnostno 
območje, ob spremembi zaposlenih v varnostnem območju, najmanj vsakih 12 mesecev). 
V drugih varnostnih območjih ter v informacijsko-tehnoloških sistemih in povezavah se 
pregled vrši, kadar to zahteva ocena ogroženosti. Preglede opravljata MORS in SOVA 
zase, za ostale organe opravlja preglede Policija (CZP) (Uredba o varovanju tajnih 
podatkov, 18. člen). 
 
4.6  VAROVANJE TAJNIH PODATKOV V KOMUNIKACIJSKO-
INFORMACIJSKIH SISTEMIH 
 
Namen varovanja podatkov in informacij je zagotoviti neprekinjeno poslovanje in 
omejevanje škode s preprečevanjem in z zmanjševanjem vpliva varnostnih incidentov. 
Zagotavljajo se tajnost, celovitost in razpoložljivost podatkov in sistemov. Preprečuje se 
dostop nepooblaščenim osebam in razkritje nepoklicanim in se uvaja možnost zavrnitve 
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dostopa tudi pooblaščenim osebam in se na ta način preprečujejo zloraba, nepooblaščena 
sprememba ali izbris tajnih podatkov. Informacije in podatki policije so neprecenljive 
vrednosti, zato se zanje zagotavlja ustrezna stopnja varnosti in razpoložljivosti (Uredba o 
varovanju tajnih podatkov v komunikacijsko-informacijskih sistemih, 2. člen). 
 
Informacijska varnost zajema varovanje vseh podatkov in informacij ter komunikacijske in 
informacijske tehnologije oziroma komunikacijskega in informacijskega sistema, ki je 
namenjen prenosu, obdelavi in shranjevanju teh podatkov. Informacijska varnost zajema 
določanje in uporabo ukrepov varovanja tajnih podatkov, ki se obravnavajo s pomočjo 
komunikacijskih, informacijskih in drugih elektronskih sistemov pred naključno ali 
namerno izgubo tajnosti, celovitosti ali razpoložljivosti ter ukrepov za preprečevanje 
izgube celovitosti in razpoložljivosti samih sistemov (Uredba o varovanju tajnih podatkov v 
komunikacijsko informacijskih sistemih, 3. člen). 
 
Organizacijska enota, pristojna za zaščito podatkov, izdela načrt varovanja, oceno 
varnostnih tveganj in varnostna navodila za vsak informacijsko-telekomunikacijski sistem, 
v katerem se obravnavajo tajni podatki. Pri izdelavi dokumentov sodelujeta organizacijska 
enota, pristojna za vzdrževanje informacijsko-telekomunikacijskega sistema, in vodja 
informacijske varnosti oziroma lokalni vodja informacijske varnosti (Pravilnik o varovanju 
tajnih podatkov v MNZ RS, 33. člen). 
 
V Policiji ni dovoljeno uporabljati informacijsko-telekomunikacijskih sistemov za 
obravnavanje tajnih podatkov z neselektivnim varnostnim načinom delovanja. Dostop do 
tajnih podatkov je varovan na način, ki preveri identiteto uporabnika, njegova pooblastila 
za dostop do tajnih podatkov in evidentira njegov dostop. Kontrola in evidentiranje 
dostopa do tajnih podatkov lahko temeljita tudi na drugih metodah, ki omogočajo 
zanesljiv in nedvoumen postopek identifikacije (npr.: biometrične značilnosti, pametna 
kartica ipd.) (Pravilnik o varovanju tajnih podatkov v MNZ RS, 35. Člen, in Uredba o 
varovanju tajnih podatkov v komunikacijsko-informacijskih sistemih, 6. člen). 
 
Tajni podatki stopnje strogo tajno se ne obravnavajo v okviru skupne infrastrukture ITS, 
lahko pa se obdelujejo na samostojni delovni postaji ali v okviru ITS, ki je fizično ločen od 
drugih delov ITS ter ustrezno protielektronsko zaščiten. Prenos takšnih podatkov preko 
ITS izven varnostnega območja ni dovoljen (Pravilnik o varovanju tajnih podatkov v MNZ 
RS, 36. člen). V ITS se uporablja kriptografska oprema, ki jo odobri organizacijska enota, 
pristojna za zaščito podatkov (Pravilnik o varovanju tajnih podatkov v MNZ RS, 37. člen). 
ITS za obravnavanje tajnih podatkov stopnje tajnosti interno se povezuje z drugimi 
primerno varovanimi informacijsko-telekomunikacijskimi sistemi. Povezovanje takrat 
poteka preko namenskih povezovalnih točk v ITS, ki jih potrdi organizacijska enota, 
pristojna za zaščito podatkov. Povezovalne točke so opremljene z varnostnimi pregradami 
in drugimi varnostnimi mehanizmi, ki onemogočajo zlorabe ITS. ITS za obravnavanje 
tajnih podatkov stopnje tajnosti zaupno in višje se ne povezuje z drugimi informacijsko-




ITS, v katerem se nahajajo tajni podatki stopnje tajnosti zaupno in višje, se ne povezujejo 
z internetom. Dostop do interneta se lahko namesti le na tistih delovnih postajah, ki imajo 
priključek na internet v sistematizaciji tehnične opreme. Delovna postaja, ki je z 
internetom povezana mimo varnostne pregrade, se ne povezuje z ITS, na njej se ne 
shranjujejo tajni podatki, nameščena pa je zaščita pred škodljivimi vsebinami (Pravilnik o 
varovanju tajnih podatkov v MNZ RS, 42. člen).  
 
Oprema, namenjena obravnavanju tajnih podatkov v ITS, je v lasti ministrstva za notranje 
zadeve. Vse pogodbe in postopki v zvezi z vzdrževanjem in s servisiranjem opreme ITS, s 
katero se obravnavajo tajni podatki, vsebujejo varnostne zahteve in pogoje, ki jih mora 
izpolnjevati vzdrževalno osebje oziroma oprema izvajalca vzdrževanja oziroma 
servisiranja. Vzdrževanje in servisiranje opreme ITS, namenjene za obravnavanje tajnih 
podatkov, izvajajo le ustrezno varnostno preverjeni zunanji sodelavci (Pravilnik o 
varovanju tajnih podatkov v MNZ RS, 40. člen). 
 
Nosilci podatkov s tajnimi podatki stopnje tajnosti zaupno in višje se zaradi vzdrževanja ne 
odnašajo iz varnostnega območja, če niso podatki ali nosilci strokovno in v skladu s 
predpisi uničeni, tako da tajnih podatkov ni več možno restavrirati. Nosilce tajnih 
podatkov stopnje tajnosti interno je zaradi vzdrževanja dovoljeno posredovati zunanjemu 
izvajalcu. Preden je nosilec predan, morajo biti podatki z nosilca pobrisani v skladu s 
standardi in predpisi (Pravilnik o varovanju tajnih podatkov v MNZ RS, 45. člen).  
 
V skladu z oceno varnostnih tveganj ITS organizacijska enota, pristojna za vzdrževanje 
ITS, izdela načrt izdelave varnostnih kopij za programsko opremo in podatke v ITS, ki 
morajo biti shranjene v skladu s stopnjo tajnosti podatkov zunaj objekta, v katerem se 
nahajajo originali (Pravilnik o varovanju tajnih podatkov v MNZ RS, 47. člen). 
 
Pred začetkom obravnavanja tajnih podatkov v sistemu se izda varnostno dovoljenje 
za delovanje sistema. V obliki sklepa ga izda generalni direktor policije. O izdanem 
sklepu se obvesti Urad Vlade Republike Slovenije za varovanje tajnih podatkov (UVTP). 
Sisteme, na katerih se bodo obdelovali in hranili tajni podatki stopnje zaupno, tajno in 
strogo tajno, varnostno pregleda sistem UVTP, ki tudi izda mnenje o varnostni ustreznosti 
sistema in o tem vodi evidenco. Ob vsaki spremembi sistema, ki ima oziroma bi lahko 
imela posledico za varnost v sistemu obravnavanih tajnih podatkov, upravljavec sistema 
ponovno izvede postopek varnostne odobritve sistema (Uredba o varovanju tajnih 
podatkov v komunikacijsko-informacijskih sistemih, 4. člen). 
 
Upravljavec sistema za vsak sistem pisno opredeli varnostni način delovanja. Posamezni 
sistem lahko deluje (Uredba o varovanju tajnih podatkov v komunikacijsko informacijskih 
sistemih, 6. člen):  
– neselektivno (neselektivni dostop do vseh podatkov v sistemu na podlagi 
enotne pravice po vedenju), 
– selektivno (selektivni dostop do podatkov v sistemu na podlagi različnih pravic 
po vedenju) ali  
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– dvojno selektivno (k sistemu selektivno pristopajo osebe, ki imajo dovoljenje 
za dostop do tajnih podatkov za različne stopnje tajnosti in imajo hkrati 
selektivni dostop do tajnih podatkov na podlagi različnih pravic po vedenju). 
 
Vsi prostori Policije, v katerih se obravnavajo tajni podatki, so fizično in/ali tehnično 
varovani. Uslužbenci zaradi zagotavljanja varnosti tajnih podatkov izvajajo predpisane 
organizacijske ukrepe. Namen varovanja prostorov je zagotoviti vstopanje in gibanje oseb 
v skladu s hišnim redom in z načrtom varovanja, da se prepreči vstop nepoklicanim 
osebam, da se odvrača, ovira ali zazna poskuse nedovoljenih vstopov uslužbencev ali 
tretjih oseb, da se zagotovita čimprejšnji odziv in ukrepanje ob zaznavi kršitev pravil 
vstopanja in gibanja in da se omogoči poznejše ugotavljanje vstopov. Obseg in vrsta 
ukrepov ter postopkov varovanja tajnih podatkov sta prilagojena vrsti in stopnji tajnosti 
tajnih podatkov; količini, obliki in načinu hrambe tajnih podatkov; varnosti preverjenosti 
osebja; načinu obravnavanja tajnosti podatkov ter oceni ogroženosti posameznega 
prostora policije, v katerem se obravnavajo tajni podatki (Pravilnik o varovanju tajnih 
podatkov v MNZ RS, 9. člen). 
 
Vse ključne in nekatere druge sestavine sistema, s katerimi se obravnavajo tajni podatki v 
nešifrirani obliki, so postavljene v varovan prostor v skladu z Uredbo o varovanju tajnih 
podatkov; izjemoma se lahko obravnavajo izven takšnega območja, če je prostor ali 
območje fizično ali tehnično varovano, seznanitev nepoklicanih oseb s tajnimi podatki pa 
onemogočena (Uredba o varovanju tajnih podatkov v komunikacijsko-informacijskih 
sistemih, 7. člen).   
 
Za izvedbo fizičnih in organizacijskih ukrepov odgovarja vodja informacijske varnosti 
(Pravilnik o varovanju tajnih podatkov v MNZ RS, 31. člen). Izvajajo se ukrepi za 
varovanje opreme v prostoru, ki je varovan glede na stopnjo obravnavanih tajnih 
podatkov. Na vidnem mestu je seznam pooblaščenih oseb, ki lahko vstopajo v varovane 
prostore. Ob vsakem kritičnem dogodku se takoj obvesti pristojne (Pravilnik o varovanju 
tajnih podatkov v MNZ RS, 48. člen). 
 
Vodjo informacijske varnosti določi predstojnik organa za vsak komunikacijsko-
informacijski sistem (KIS), v katerem se obravnavajo tajni podatki. V dislociranih enotah, 
kjer je KIS, je določen lokalni vodja informacijske varnosti, ki je odgovoren za izvajanje 
predpisov o tajnih podatkih v KIS. O vseh informacijskih varnostnih dogodkih lokalni vodja 
obvešča Center za zaščito podatkov (CZP), o vseh kritičnih dogodkih pa CZP obvesti 
predstojnika organa in UVTP. Organizacijska enota, pristojna za vzdrževanje KIS, pred 
vsakim izvedbenim posegom v KIS pridobi soglasje vodje informacijske varnosti. Vsakdo, 
ki zazna informacijski varnostni dogodek, svojo zaznavo sporoči vodji informacijske 
varnosti ali lokalni vodji informacijske varnosti ter neposrednemu vodji (Uredba o 
varovanju tajnih podatkov v komunikacijsko-informacijskih sistemih, 9. člen). 
 
Kritičen informacijski varnostni dogodek je vsak dogodek, ki ima ali bi lahko imel za 
posledico nerazpoložljivost sistema ali njegovih ključnih sestavin, razkritje podatkov, 
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izgubo oziroma nezaželeno spremembo podatkov, uničenje ali izgubo opreme in sredstev. 
Preprečiti je potrebno tudi elektromagnetno sevanje, ki se nekontrolirano razširja in 
omogoča odtekanje tajnih podatkov (Uredba o varovanju tajnih podatkov v 
komunikacijsko-informacijskih sistemih, 17. člen). 
 
4.7 TUJI TAJNI PODATKI 
 
Svet EU, Evropska komisija in vse države članice EU morajo zagotoviti, da celotna javna 
uprava, pogodbeni partnerji ter institucije in agencije EU spoštujejo minimalne standarde 
varovanja tajnosti, tako da je mogoče vsak tajni podatek EU posredovati naprej v 
prepričanju, da bo vsaka od navedenih strani z njimi ravnala na enak način. Tovrstni 
minimalni standardi morajo obsegati postopke za zaščito tajnih podatkov EU. Skladno z 
odločbo Sveta EU o varovanju tajnosti je Generalni sekretar – Visoki predstavnik 
odgovoren za dajanje zahtev državam članicam za ustanovitev registrov za sprejem tajnih 
podatkov stopnje tajnosti strogo tajno. Nacionalni varnostni organi (NSA – National 
Security Authority) držav članic izdajajo dovoljenja za ustanovitev in delovanje registrov 
(Urad Vlade RS za varovanje tajnih podatkov, 2012). 
 
Tajni podatki drugih držav se obravnavajo, obdelujejo, shranjujejo po bilateralnih ali 
multilateralnih sporazumih (ZTP, 9. člen). To so tajni podatki EU in zveze NATO. Stopnje 
tajnosti, kot jih določa Zakon o tajnih podatkih, so usklajene s stopnjami tajnosti, ki jih 
določata Odločbi Sveta in Komisije. Z zakonodajo je primerljivost stopenj tajnosti 
usklajena ter se zagotavlja enakovredno varovanje  (Urad Vlade RS za varovanje tajnih 
podatkov, 2012).  
 
Slika 7: Slovenske in evropske stopnje tajnosti 
Stopnja tajnosti Slovenija Stopnja tajnosti EU 
INTERNO RESTREINT UE/EU RESTRICTED 
ZAUPNO CONFIDENTIEL UE/EU CONFIDENTIAL 
TAJNO SECRET UE/EU SECRET 
STROGO TAJNO TRES SECRET UE/EU TOP SECRET 
Vir: Urad Vlade RS za varovanje tajnih podatkov (2012). 
 
Odločba Sveta EU predvideva tudi možnost dodatnih oznak na tajnih podatkih. S 
sprejetjem Uredbe o varovanju tajnih podatkov se je slovenska zakonodaja na področju 
dodatnih oznak tajnih podatkov popolnoma uskladila z evropsko. Slovenska zakonodaja na 
področju dokumentacijske varnosti je prav tako usklajena z evropskimi predpisi pri 
vprašanjih razvrščanja tajnih podatkov po stopnji tajnosti, uporabi stopenj tajnosti ter 
spremembi in preklicu stopnje tajnosti (Urad Vlade RS za varovanje tajnih podatkov, 
2012). 
 
Način označevanja je določen z mednarodno pogodbo. Tuji tajni podatki, ki so (četudi 
samo začasno) izgubljeni izven varnostnega območja, veljajo za kompromitirane. Vsaka 
država EU/članica NATO oziroma njun civilni ali vojaški organ mora v ta namen vzpostaviti 
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centralni register. Za EU ga vzpostavi Ministrstvo za zunanje zadeve, za NATO pa 
Ministrstvo za obrambo. V Ministrstvu za notranje zadeve je podregister obeh registrov. 
Dostop do tajnih podatkov EU in NATO se omogoča na ustreznem delovnem mestu, kjer 
je potreba po vedenju (»need to know«). Izdano mora biti nacionalno dovoljenje za 
dostop do tajnih podatkov stopnje tajnosti zaupno ali višje, kjer mora biti priložen obrazec 
za izdajo dovoljenja EU/NATO in podpisana izjava o seznanjenosti s predpisi. Obrazci se 
posredujejo CZP. Samo dovoljenje izda UVTP na predlog CZP (GPU UIT – CZP, 2012). 
 
Dovoljenje EU/NATO se prekliče, kadar oseba ne opravlja več funkcij ali ne izvaja nalog, 
pri katerih bi potrebovala dostop do tajnih podatkov ter kadar je osebi prenehalo delovno 
razmerje v organu ali organizaciji. Ob izpolnitvi enega od teh pogojev je potrebno 
obvestiti CZP, ki obvesti UVTP, kar se šteje za predlog za preklic dovoljenja. UVTP nato 
dovoljenje prekliče (GPU UIT – CZP, 2012). 
 
Pri sprejemanju, pošiljanju in hrambi tajnih podatkov Evropske unije in NATA je tudi za 
policijo  pristojna enota Register. Tajne podatke stopnje zaupno ali višje Evropske unije in 
NATA mora policija po končani uporabi vrniti v hrambo podregistru EU oziroma 








5.1 URAD VLADE REPUBLIKE SLOVENIJE ZA VAROVANJE TAJNIH 
PODATKOV 
 
Izvajanje zakonodaje in mednarodnih pogodb, ki jih je sklenila Republika Slovenija, 
spremlja in usklajuje nacionalni varnostni organ, razen če mednarodna pogodba ne določa 
drugače. Naloge nacionalnega varnostnega organa opravlja Urad Vlade Republike 
Slovenije za varovanje tajnih podatkov (ZTP, 43. člen). 
 
Nacionalni varnostni organ spremlja in usklajuje stanje na področju obravnavanja in 
varovanja tajnih podatkov, predlaga ukrepe za izboljšanje varovanja tajnih podatkov, skrbi 
za razvoj in izvajanje fizičnih, organizacijskih in tehničnih standardov varovanja tajnih 
podatkov v organih in organizacijah, koordinira delovanje organov, pristojnih za varnostno 
preverjanje, pripravlja predloge predpisov s področja tajnih podatkov za vlado, daje 
mnenja o skladnosti splošnih aktov organov in organizacij na področju obravnavanja in 
varovanja tajnih podatkov in opravlja druge naloge, določene z zakonodajo (ZTP, 43.a 
člen). 
 
Nacionalni varnostni organ skrbi za izvrševanje mednarodnih pogodb in sprejetih 
mednarodnih obveznosti, ki jih je v zvezi z obravnavanjem in varovanjem tajnih podatkov 
sklenila ali sprejela Republika Slovenija, ter na tem področju sodeluje z ustreznimi organi 
tujih držav in mednarodnih organizacij, razen če mednarodna pogodba določa drugače. 
Nacionalni varnostni organ usklajuje dejavnosti za zagotavljanje varnosti nacionalnih 
tajnih podatkov v tujini in tujih tajnih podatkov na območju Republike Slovenije (ZTP, 
43.b člen). 
 
Naloge Urada Vlade RS za varovanje tajnih podatkov (UVTP) so (UVTP, 2012): 
– spremljanje stanja na področju določanja in varovanja tajnih podatkov, 
– izdajanje potrdila za dostop do tujih tajnih podatkov, 
– skrb za izvrševanje mednarodnih obveznosti, 
– pripravljanje predlogov predpisov, 
– koordinacija na področju varnostnega preverjanja, 
– vodenje evidence v skladu z ZTP. 
 
O vsaki zlorabi tajnega podatka se obvesti nacionalni varnostni organ (Uredba o varovanju 





5.2 NOTRANJI IN INŠPEKCIJSKI NADZOR 
 
Notranji in inšpekcijski nadzor se izvaja po Zakonu o tajnih podatkih. Notranji nadzor 
opravljajo predstojniki organov in organizacij (ZTP, 41. člen). V policiji ga izvaja generalni 
direktor policije in pooblaščeni oziroma zadolženi v enoti za policijo Sektorja za nadzor pri 
Službi generalnega direktorja policije (SN SGDP) in Urad za informatiko – Center za 
zaščito podatkov na Generalni policijski upravi (GPU UIT-CZP) (Pravilnik o zaščiti podatkov 
policije, 55. člen). Z notranjim nadzorom se zagotavlja redno spremljanje in ocenjevanje 
posameznih dejavnosti in dejavnosti organa v celoti glede izvajanja zakonodaje (ZTP, 42. 
člen).  
 
Izvaja se splošni, strokovni ali tematski nadzor. Za kršitve uslužbenci disciplinsko 
odgovarjajo oziroma se jim lahko odpove pogodba o zaposlitvi (GPU UIT–CZP, 2012).  
 
Inšpekcijski nadzor opravlja Inšpektorat Republike Slovenije za notranje zadeve, na 
obrambnem področju pa Inšpektorat Republike Slovenije za obrambo (ZTP, 42. člen).  
 
Inšpektorji preverjajo izvajanje materialnih predpisov na teh področjih. Kadar ugotovijo 
sistemska odstopanja, neskladja, nepravilnosti in druge pomanjkljivosti, organ poda 
pobude in oblikuje predloge za dopolnitev in spremembo ustreznih predpisov. Inšpektorat 
pri opravljanju svoje dejavnosti sodeluje z drugimi državnimi organi. Pri izvajanju 
inšpekcijskega nadzorstva obstaja neposredno povezovanje z drugimi inšpekcijskimi 
organi in s policijo (MNZ, 2012). 
 
Za inšpektorja in za opravljanje inšpekcijskega nadzora se uporabljajo določbe zakona, ki 
ureja inšpekcijski nadzor, in zakon, ki ureja splošni upravni postopek, če zakon ne določa 
drugače. Inšpektor ima dovoljenje za dostop do tajnih podatkov stopnje tajnosti strogo 
tajno (ZTP, 42.b člen). Inšpektor preverja sistem določanja, označevanja, varovanja in 
dostopa do tajnih podatkov. Pri izvajanju svojih pooblastil ne zahteva vpogleda v vsebino 
tajnega podatka, vpogleda lahko le v interne pravne akte organa oziroma organizacije, ki 
ureja način izvajanja (ZTP, 42.c člen). 
 
Pristojni inšpektorat letno poroča nacionalnemu varnostnemu organu o ugotovitvah 
inšpekcijskih nadzorov na področju tajnih podatkov. Kadar nadzor zahteva nacionalni 
varnostni organ, ga pristojni inšpekcijski organ opravi in nacionalnemu varnostnemu 
organu  pošlje izvod zapisnika o opravljenem inšpekcijskem nadzoru (ZTP, 42.d člen). 
 
5.3 DRŽAVNI NADZORNI ORGAN ZA VARSTVO OSEBNIH PODATKOV 
 
Državni nadzorni organ za varstvo osebnih podatkov opravlja nadzor nad varstvom 
osebnih podatkov; opravlja inšpekcijski nadzor nad izvajanjem določb Zakona o varstvu 
osebnih podatkov in tudi druge naloge v skladu s predpisi, ki urejajo varstvo ali obdelavo 
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osebnih podatkov oziroma iznos osebnih podatkov iz Republike Slovenije. Državni 
nadzorni organ opravlja tudi druge naloge v skladu z zakonom ter zagotavlja enotno 
uresničevanje ukrepov na področju varstva osebnih podatkov (ZVOP-1, 37. člen). 
 
Direktiva Evropskega parlamenta in Sveta (direktiva št. 95/46/ES) je referenčno besedilo 
na evropski ravni o varstvu osebnih podatkov. Direktiva vzpostavlja ureditveni okvir za 
zagotovitev ravnovesja med visoko ravnjo varstva zasebnosti posameznika in prostim 
pretokom osebnih podatkov v okviru Evropske unije (EU) in določa stroge meje pri 
zbiranju in obdelavi osebnih podatkov ter zahteva vzpostavitev neodvisnega državnega 
organa za varstvo teh podatkov v vsaki državi članici (Evropa, Varstvo osebnih podatkov, 
2012). 
 
Upravljavec osebnih podatkov posreduje zakonsko določene osebne podatke in 
spremembe teh podatkov državnemu nadzornemu organu za varstvo osebnih podatkov, ki 
vodi in vzdržuje register osebnih podatkov (ZVOP-1, 27. člen). Državni nadzorni organ za 
varstvo osebnih podatkov dovoli vsakemu posamezniku vpogled v register zbirk njegovih 
osebnih podatkov in prepis podatkov; potrdi, ali se podatki v zvezi z njim obdelujejo ali 
ne; posreduje seznam uporabnikov, ki so jim bili posredovani osebni podatki, in kdaj ter 
na kakšni podlagi in za kakšen namen; daje informacijo o virih, na katerih temeljijo zapisi, 
ki jih o posamezniku vsebuje zbirka osebnih podatkov, in o metodi obdelave; daje 
informacije o namenu obdelave in vrsti osebnih podatkov, ki se obdelujejo, in vsa 
potrebna pojasnila v zvezi s tem; pojasnjuje tehnične oziroma logično-tehnične postopke 
odločanja, če izvaja avtomatizirano odločanje z obdelavo osebnih podatkov posameznika 
(ZVOP-1, 30. člen). 
 
Upravljavec osebnih podatkov na zahtevo posameznika, na katerega se osebni podatki 
nanašajo, dopolni, popravi, blokira ali izbriše osebne podatke, za katere posameznik 
dokaže, da so nepopolni, netočni ali neažurni ali da so bili izbrani in obdelani v nasprotju z 
zakonom (ZVOP-1, 32. člen). 
 
Posameznik, katerega zakonske pravice so kršene, zahteva sodno varstvo ves čas, dokler 
kršitev traja. V postopku pristojno sodišče odloča po določbah Zakona o upravnem sporu. 
V postopku je javnost izključena, sodišče pa lahko na predlog posameznika in iz 
utemeljenih razlogov določi drugače. Postopek je nujen in prednosten (ZVOP-1, 34. člen). 
 
Pravice posameznika se v skladu z zakonom lahko omejijo zaradi varstva suverenosti in 
obrambe države, varstva nacionalne varnosti in ustavne ureditve države, varnostnih, 
političnih in gospodarskih interesov države, izvrševanja pristojnosti policije, preprečevanja, 
razkrivanja, odkrivanja, dokazovanja in pregona kaznivih dejanj in prekrškov, odkrivanja 
in kaznovanja kršitev etičnih norm, pravic in svoboščin drugih. Omejitve se določijo v 





Državni nadzorni organ pri svojem delu sodeluje z državnimi organi, s pristojnimi organi 
Evropske unije za varstvo posameznikov pri obdelavi osebnih podatkov, z mednarodnimi 
organizacijami, s tujimi nadzornimi organi za varstvo osebnih podatkov, z zavodi, 
združenji, nevladnimi organizacijami s področja varstva osebnih podatkov ali zasebnosti 
ter drugimi organizacijami in organi glede vseh vprašanj, ki so pomembna za varstvo 
osebnih podatkov (ZVOP-1, 47. člen). 
 
Državi nadzorni organ daje predhodna mnenja ministrstvom, državnemu zboru, organom 
samoupravnih lokalnih skupnosti, drugim državnim organom ter nosilcem javnih pooblastil 
o usklajenosti določb predlogov zakonov ter ostalih predpisov z zakoni in drugimi predpisi, 
ki urejajo osebne podatke (ZVOP-1, 48. člen). 
 
Državni organ pri inšpekcijskem nadzoru (ZVOP-1, 51. člen): 
– nadzoruje zakonitost obdelave osebnih podatkov, 
– nadzoruje ustreznost ukrepov in postopkov za zavarovanje osebnih podatkov,  
– nadzoruje izvajanje zakona, ki ureja kataloge zbirk osebnih podatkov, registre 
zbirk osebnih podatkov in evidenco posredovanja osebnih podatkov 
posameznim uporabnikom, 
– nadzoruje izvajanje zakona, ko se vrši iznos osebnih podatkov v tretjo državo 
in ko se podatki posredujejo tujim uporabnikom osebnih podatkov. 
 
Inšpekcijski nadzor opravlja neposredno nadzornik v mejah pristojnosti državnega 
nadzornega organa (ZVOP-1, 52. člen). Nadzornik pregleduje dokumentacijo (ne glede na 
njeno zaupnost ali tajnost), ki se nanaša na obdelavo osebnih podatkov in na iznos 
osebnih podatkov v tretjo državo ali posredovanje le-teh tujim uporabnikom. Vsebinsko 
pregleduje zbirke osebnih podatkov, kataloge teh zbirk in dokumentacijo ter akte, ki 
urejajo zavarovanje osebnih podatkov. Pregleduje prostore, kjer se obdelujejo osebni 
podatki, računalniško in drugo opremo ter tehnično dokumentacijo. Preverja ukrepe in 
postopke za zavarovanje osebnih podatkov in njihovo izvajanje. Izvaja še druge 
pristojnosti, določene z zakonom o inšpekcijskem nadzoru in zakonom o splošnem 
upravnem postopku (ZVOP-1, 53. člen).  
 
Če se pri izvajanju inšpekcijskega nadzora ugotovi kršitev, nadzornik odredi ukrepe, 
določene z zakonom. Zoper odločbo ali sklep nadzornika ni pritožbe, dovoljen pa je 
upravni spor (ZVOP-1, 55. člen). 
 
Nadzornik varuje tajnost osebnih podatkov, s katerimi se je seznanil pri opravljanju 
inšpekcijskega nadzora. Dolžnost varovanja tajnosti velja tudi za vse javne uslužbence v 
državnem nadzornem organu (ZVOP-1, 58. člen). 
 




Zakon o dostopu do informacij javnega značaja (ZDIJZ) določa  pooblaščenca za dostop 
do informacij javnega značaja, ki je samostojen in neodvisen državni organ (IP, 2012). 
Deluje od 1. 9. 2003 dalje.  
 
Samostojnost pooblaščenca je, do vstopa Slovenije v EU, izkazoval njegov status 
državnega funkcionarja, ki ga je imenoval Državni zbor Republike Slovenije na predlog 
predsednika Republike Slovenije. Opravljal je strokovno službo, do 15. 7. 2005 v sestavi 
dveh svetovalcev. Organizacijsko-administrativne naloge zanj je zagotavljalo ministrstvo 
za informacijsko družbo. Z uveljavitvijo Zakona o varstvu osebnih podatkov (ZVOP-1) s 1. 
1. 2005 je v slovenski pravni red vnesena Direktiva Evropskega parlamenta in Sveta 
(Direktiva, št. 95/46/ES) o varstvu posameznikov pri obdelavi osebnih podatkov in 
prostem pretoku osebnih podatkov. ZVOP-1 predvideva ustanovitev glavnega državnega 
nadzornega organa za varstvo osebnih podatkov in postopek za njegovo imenovanje. 
Državni nadzorni organ za varstvo osebnih podatkov je po ZVOP-1 samostojen državni 
organ. Pred uveljavitvijo ZVOP-1  je bil za varstvo osebnih podatkov pristojen Inšpektorat 
za varstvo osebnih podatkov kot organ v sestavi ministrstva za pravosodje. Inšpektorat je 
bil v razmerju do ministrstva organ prve stopnje. Po Zakonu o informacijskem 
pooblaščencu (ZInfP) sta se Inšpektorat za varstvo osebnih podatkov in Pooblaščenec za 
dostop do informacij javnega značaja združila (IP, 2012). 
 
Sprejem ZInfP je uresničil izvajanje določbe ZVOP-1, da začne delovati državni nadzorni 
organ za varstvo osebnih podatkov, ki ima položaj samostojnega in neodvisnega 
državnega organa. Z ZInfP je bil ustanovljen informacijski pooblaščenec in predstojnica 
pooblaščenca za dostop do informacij javnega značaja je tako nadaljevala svoj mandat. 
Prehodne in končne določbe zakona so uredile prenehanje veljavnosti tistih določb ZDIJZ 
in ZVOP-1, ki so urejale organizacijo Pooblaščenca za dostop do informacij javnega 
značaja in Državnega nadzornega organa za varstvo osebnih podatkov. Z ustanovitvijo 
Informacijskega pooblaščenca so prenehale veljati tudi določbe ZVOP-1, vezane na 
sprožitev upravnega spora, kadar bi odločitev Državnega nadzornega organa za varstvo 
osebnih podatkov, po oceni Pooblaščenca za dostop do informacij javnega značaja, kršila 
dostop do informacij javnega značaja in obratno, če bi Državni nadzorni organ ocenil, da 
je Pooblaščenec za dostop do informacij javnega značaja kršil varstvo osebnih podatkov 
(IP, 2012). 
 
ZInfP je v slovenski pravni red vnesel pomembne novosti. S tem zakonom je ustanovljen 
nov državni organ, Informacijski pooblaščenec, ki izvaja številne pristojnosti na področju 
dostopa do informacij javnega značaja in na področju varstva osebnih podatkov. Ob 
določbah, ki urejajo položaj in imenovanje informacijskega pooblaščenca, ZInfP vsebuje 
tudi določbe o nadzornikih za varstvo osebnih podatkov, o nekaterih posebnosti postopka 
pred informacijskim pooblaščencem ter nekatere kazenske določbe (IP, 2012). 
 
V Sloveniji pravico dostopa do javnih informacij in pravico do varstva osebnih podatkov 
zagotavlja Ustava Republike Slovenije in sta določeni kot temeljni človekovi pravici 




Julija 2004 je Državni zbor, na predlog predsednika Republike Slovenije dr. Janeza 
Drnovška, imenoval Natašo Pirc Musar za pooblaščenko za dostop do informacij javnega 
značaja. Funkcijo informacijske pooblaščenke opravlja od 31. 12. 2005 dalje. Na predlog 
predsednika republike dr. Danila Türka je bila informacijska pooblaščenka v Državnem 
zboru dne 21. 5. 2009 ponovno izvoljena. Petletni mandat je informacijska pooblaščenka 
začela 16. 7. 2009. Oktobra 2009 je Nataša Pirc Musar postala podpredsednica Skupnega 
nadzornega organa za Europol. Člani tega nadzornega organa so predstavniki nacionalnih 
nadzornih organov za varstvo osebnih podatkov vseh držav članic Europola (države 
članice EU). Poslanstvo skupnega nadzornega organa je, da v skladu s Konvencijo o 
Europolu opravlja neodvisen pregled nad dejavnostmi Europola in tako zagotovi, da med 
shranjevanjem, obdelavo in uporabo podatkov, ki jih ima Europol, niso kršene pravice 
posameznika. Skupni nadzorni organ ob tem spremlja še dopustnost prenosa podatkov, ki 
izhajajo iz Europola (IP, 2012). 
 
5.5 VARUH ČLOVEKOVIH PRAVIC 
 
Institucija varuha človekovih pravic je bila v slovenski ustavni sistem vpeljana z novo 
Ustavo RS, ki je bila sprejeta decembra 1991. Za varovanje človekovih pravic in temeljnih 
svoboščin v razmerju do državnih organov, organov lokalne samouprave in nosilcev javnih 
pooblastil se z zakonom določi varuh pravic državljanov (Ustava RS, 159. člen). Varuh 
nima pristojnosti do zasebnikov in gospodarskih družb zasebnega sektorja.  Decembra 
leta 1993 je Državni zbor RS sprejel Zakon o varuhu človekovih pravic, ki določa njegove 
pristojnosti in pooblastila ter daje zakonsko podlago za njegovo ustanovitev. Na predlog 
predsednika republike je Državni zbor Republike Slovenije dne 29. 9. 1994 za prvega 
varuha človekovih pravic izvolil Ivana Bizjaka. Varuh človekovih pravic je uradno začel 
delati 1. 1. 1995. S tem dnem je prenehal delovati Svet za varstvo človekovih pravic in 
temeljnih svoboščin in prenehal je veljati Zakon o Svetu za varstvo človekovih pravic in 
temeljnih svoboščin. Varuh je skladno z zakonom prevzel od Sveta arhiv in zadeve, ki jih 
je le-ta do tedaj prejel in reševal (Varuh človekovih pravic, 2012). 
 
Varuh človekovih pravic je po zakonu institucija, oblikovana po klasičnem modelu 
nacionalnega parlamentarnega ombudsmana s širokimi pristojnostmi do državnih in 
drugih organov, ki izvajajo javna pooblastila. Takšen model je prevzela večina 
zahodnoevropskih držav. Z nalogami in s pooblastili, ki jih ima, je dodatno sredstvo 
zunajsodnega varstva pravic posameznikov. Beseda ombudsman je švedskega izvora in 
pomeni »predstavnika«. V različnih državah po svetu so predstavniki ljudstva, ki varujejo 
ljudske pravice, pač poimenovani različno. Kot nadgradnjo je Evropska unija po načelih 
maastrichtske pogodbe ustanovila evropskega ombudsmana. Prvi evropski varuh 
človekovih pravic je bil na položaj imenovan leta 1995, od 1. 4. 2003 pa ta položaj zaseda 
Nikiforos Diamandouros, ki je bil pred tem varuh človekovih pravic v Grčiji (Varuh 




Varuh je samostojen in od drugih državnih institucij neodvisen organ. Bdi nad tem, ali 
državni organi, organi lokalnih skupnosti in nosilci javnih pooblastil v Republiki Sloveniji pri 
svojem delu spoštujejo človekove pravice in temeljne svoboščine posameznikov in skupin. 
Varuh preiskuje primere nezakonitega ali nepravilnega dela organov in se pri svojem delu 
ravna po določilih ustave, pravnega reda Republike Slovenije ter mednarodnih pravnih 
aktov o človekovih pravicah in temeljnih svoboščinah. Pri svojem posredovanju se lahko 
sklicuje tudi na načela pravičnosti in dobrega upravljanja. Varstvo osebnih podatkov je 
posebno področje varuha, za katerega je zadolžen eden od namestnikov varuha. Od 22. 
2. 2007 je varuhinja človekovih pravic dr. Zdenka Čebašek-Travnik, dr. med. Njen mandat 
traja šest let (Varuh človekovih pravic v RS, 2012). 
  
Varuh samostojno in neodvisno preiskuje vsak primer, ki nastane pri organih, ki spadajo v 
njegovo pristojnost. V ta namen pridobiva informacije, pregleduje spise in izvaja 
napovedane ali nenapovedane preglede pri organih. Po ugotovljenih nepravilnostih 
organom predlaga, da kršitev ali nepravilnost odpravijo, in včasih priporoči, kako naj se 
kršitev odpravi, ali predlaga povrnitev škode. Varuh lahko na Ustavno sodišče RS, pod 
pogoji, določenimi v Zakonu o ustavnem sodišču, vloži zahtevo za oceno ustavnosti in 
zakonitosti predpisov. To stori, če presodi, da predpis ali splošni akt, izdan za izvrševanje 
javnih pooblastil, nedopustno posega v človekove pravice in temeljne svoboščine. V 
posamični zadevi, ki jo obravnava, lahko vloži tudi ustavno pritožbo. Varuh daje vladi ali 
državnemu zboru pobude za spremembo zakonov in drugih predpisov. Vsem organom, ki 
spadajo v njegovo pristojnost, predlaga izboljšave poslovanja in odnosa s strankami. 
Varuh v letnem poročilu poroča državnemu zboru o ugotovitvah, predlogih in priporočilih 
ter stanju na področju varstva osebnih podatkov. Stanje na področju varstva osebnih 
podatkov in izvrševanje določb tega zakona spremlja pristojno delovno telo državnega 
zbora. Varuh lahko vsakemu organu, tudi sodiščem, posreduje svoje mnenje z vidika 
varstva človekovih pravic in temeljnih svoboščin v zadevi, ki jo obravnava, ne glede na 
vrsto ali stopnjo postopka, ki poteka pred temi organi. Varuh prične postopek na 






6 PRIMERJAVA VAROVANJA ZAUPNIH PODATKOV V 
REPUBLIKI SLOVENIJI Z REPUBLIKO HRVAŠKO 
 
 
Uslužbenci policije Republike Hrvaške opravljajo dela in naloge v skladu z zakoni, drugimi 
predpisi in s pravili službe ter spoštujejo odredbe Etičnega kodeksa policijskih uslužbencev 
(Zakon o policiji R Hrvatske, 30. člen). Splošne določbe Zakona o policiji so usklajene z 
Evropsko zakonodajo in njihova ureditev je podobna slovenski strukturni ureditvi v 
zakonodaji. Kodeks policijskih uslužbencev, ki določa splošne moralne in etične norme 
vedenja policistov, je v skladu z načeli kodeksa o ravnanju javnih uslužbencev po 
priporočilu Sveta Evrope. Kodeks policije določa, da policijski uslužbenec varuje tajnost 
tistih podatkov, ki so označeni kot tajni, in tistih podatkov, ki niso označeni kot takšni, pa 
bi razkritje škodovalo državljanom. Policisti so dolžni varovati tajnost podatkov tudi po 
prenehanju dela v policiji (Kodeks policije R Hrvatske, X. člen). 
 
Policijski uslužbenec je dolžan varovati kot tajne tiste podatke, s katerimi se je seznanil pri 
opravljanju svojega dela v službi. Obveznost varovanja zaupnih podatkov traja tudi po 
prenehanju zaposlitve na ministrstvu za notranje zadeve. Minister razreši policista 
dolžnosti varovanja zaupnih podatkov kadar gre za sodne ali upravne postopke in na drug 
način ni mogoče ugotoviti dejanskega stanja oziroma sprejeti zakonite odločitve (Zakon o 
policiji R Hrvatske, 35. člen). Takšna ureditev je povsem primerljiva s slovensko zakonsko 
ureditvijo (Zakon o policiji, 56. člen). Hrvaški zakon opredeljuje podatek kot neklasificiran 
podatek takrat, kadar ta ni uradno označen kot tajni podatek, koristi pa se za službene 
namene, klasificiran podatek pa je tisti, ki je uradno označen kot tajni podatek. 
 
Izdaja podatkov nepooblaščenim osebam je v zakonu opredeljena kot težja kršitev 
delovnih obveznosti. Za kršitev se izreče sankcija, ki jo določi disciplinsko sodišče 
Ministrstva za notranje zadeve R Hrvaške (Zakon o policiji R Hrvatske, 96. člen).  
 
Zakonske določbe v zvezi z varovanjem zaupnih podatkov slovenska zakonodaja, v 
primerjavi s hrvaško, porazdeljuje v različne zakone in podzakonske akte. Na Hrvaškem je 
za varovanje osebnih podatkov ustanovljena »Agencija za zaštitu osobnih podataka« kot 
samostojna in neodvisna služba, ki izvaja nadzor nad obdelavo osebnih podatkov. 
Agencija nadzira zbiranje in obdelavo osebnih podatkov ter postopke upravljanja z njimi. 
Tovrstno področje ureja »Zakon o zaštiti osobnih podataka«.  Agencija v skladu z 
»Zakonom o pravu na pristup informacijama« pripravi Katalog informacij, usklajen z 
evropskimi smernicami in navodili o dostopu do informacij javnega značaja (AZOP, 2012). 
 
»Zakon o državnim službenicima« daje državnim uradnikom pravno podlago, da v skladu 
s predpisi o pravicah do dostopa informacij javnosti posredujejo potrebne informacije o 
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opravljenem delu organa. Državni uslužbenec varuje kot tajne vse podatke, za katere je 
izvedel med postopki s strankami, in varuje tudi tiste podatke, ki se nanašajo na pravice, 
obveznosti in pravne interese strank. Zaupni podatki so poklicna tajnost (Zakon o 
državnim službenicima, 21. člen). 
 
Varnostne službe vzpostavijo in vodijo zbirke ter registre osebnih podatkov in druge 
evidence o zbranih podatkih in sestavljenih dokumentih. Osebe, ki vedo za vsebino 
podatkov iz evidenc varnostnih služb in so seznanjene z dokumenti o teh podatkih, le-te 
varujejo kot državno tajnost. Podatki in dokumenti, nastali pri delu varnostnih služb, se 
uporabijo samo za namene, zaradi katerih so bili zbrani. Če se s takšnimi podatki 
protipravno ravna in se ugotovi, da obstaja sum storitve kaznivega dejanja, ki se preganja 
po uradni dolžnosti, je o tem obveščeno »Državno odvjetništvo« (tožilstvo) (Zakon o 
sigurnosnim službama Republike Hrvatske, 22. člen). 
 
»Kazneni zakon« razlaga pojme državna tajna, vojna tajna, službena tajna, poslovna 
tajna, profesionalna tajna, osebna tajna in tajni dokument. Kot kaznivo dejanje je 
opredeljena nepooblaščena izdaja profesionalne tajne, katere storilec je lahko odvetnik, 
notar, zdravnik, duhovnik ali druga oseba, ki nepooblaščeno razkrije skrivnost, ki jo izve 
pri svojem delu (Kazneni zakon, 132. člen). Zakon inkriminira nedovoljeno uporabo 
osebnih podatkov, ki jo stori tisti, ki brez dovoljenja osebe nezakonito zbira, obdeluje ali 
uporablja osebne podatke ali te podatke uporabi v nasprotju z zakonskim namenom 
(Kazneni zakon, 133. člen). Kot kaznivo dejanje je določena izdaja državne tajnosti in 
objava vsebine državne ali vojaške skrivnosti (Kazneni zakon, 144. in 145. člen). Zakon 
obravnava razkritje tajnosti, celovitosti in dostopnosti računalniških podatkov, programov 
ali sistemov (Kazneni zakon, 223. člen). V poglavju o kaznivih dejanjih zoper varnost 
plačilnega prometa in poslovanja je inkriminirana izdaja in nepooblaščena pridobitev 
poslovne tajnosti (Kazneni zakon, 295. člen). V poglavju o kaznivih dejanjih proti 
pravosodju je obravnavano kaznivo dejanje razkritja tajnosti postopka (Kazneni zakon, 
305. člen). Inkriminirano je tudi kaznivo dejanje izdaje službene tajnosti (Kazneni zakon, 
351. člen). Hrvaški kazenski zakonik, podobno kot slovenski, opredeljuje posamezna 
kazniva dajanja, vendar je manj osredotočen na računalniško kriminaliteto, ki je obširneje 
urejena v »Zakonu o informacijski sigurnosti«. 
 
»Zakon o tajnosti podataka« obsega 35 členov in ima 7 poglavij. Pojem tajnosti 
opredeljuje podobno kot slovenska zakonodajna ureditev, ki obravnava tovrstno področje. 
Dostop k podatkom ureja posebno poglavje, ki določa upravičence za dostop do tajnih 
podatkov in postopek dodelitve certifikata uslužbencem za dostop do tajnih podatkov 
(Zakon o tajnosti podataka, 20. člen). Zaščita podatkov je prepuščena zakonodaji, ki ureja 
področje informacijske varnosti (Zakon o tajnosti podataka, 25. člen). Nadzor nad 
izvajanjem Zakona o tajnosti podataka vrši Urad Sveta za nacionalno varnost (Ured vijeća 
za nacionalnu sigurnost). 
 
Republika Hrvaška s pristopnimi pogajanji za pridružitev k EU prilagaja tudi svojo 
zakonodajo evropskim smernicam. Z namenom učinkovitega varovanja tajnih podatkov, 
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sporočenih med državama ali med javnimi in zasebnimi subjekti v pristojnosti držav ter ob 
upoštevanju državnih interesov in varnosti držav  (Zakon o ratifikaciji sporazuma med 
Vlado Republike Slovenije in Vlado Republike Hrvaške o medsebojnem varovanju tajnih 
podatkov, 2. člen) je Državni zbor Republike Slovenije na seji 15. 7. 2010 sprejel Zakon o 
ratifikaciji sporazuma med Vlado Republike Slovenije in Vlado Republike Hrvaške o 






7 RAZISKAVA: RAVNANJE Z ZAUPNIMI PODATKI NA 
POLICIJSKI POSTAJI MARIBOR II 
 
 
V okviru pričujoče raziskave se je najprej proučila statistika razkritja tajnih podatkov 
v policiji. Iz grafa številka 1 je razvidno, da je večina vseh tajnih podatkov v policiji 
označena z najnižjo stopnjo tajnosti. Kar 93 % vseh tajnih podatkov v policiji je označenih 
s stopnjo tajnosti interno, 6 % tajnih podatkov je označenih s stopnjo zaupno, 1 % s 
stopnjo tajno in 0 % s stopnjo strogo tajno. 
 






INTERNO ZAUPNO TAJNO STROGO TAJNO
 
Vir: GPU UIT – CZP (2012). 
 
Na območju Policijske uprave Maribor so bila v letih 2009, 2010 in 2011 s področja kršitev 
zaupnosti podatkov obravnavana naslednja kazniva dejanja: »vdor v poslovni informacijski 
sistem«, »zloraba osebnih podatkov« in »napad na informacijski sistem«, pri čemer pa ni 
bilo obravnavano nobeno kaznivo dejanje »izdaje tajnih podatkov«. Največ zlorab osebnih 













Slika 8 : Obravnavana kaznivih dejanj s področja kršitev zaupnosti podatkov na 
celotnem območju PU Maribor in na PP Maribor II 
PU Maribor 
  
PP Maribor II 
 Vdor v poslovni informacijski sistem Število ovadb 
 
Vdor v poslovni informacijski sistem Število ovadb 
2009 2 
 






2011   
Zloraba osebnih podatkov   
 










Napad na informacijski sistem   
 
Napad na informacijski sistem   
2009 12 
 




2011 23   2011 8 
    
 
    
Vir: GPU (2012). 
 
V drugem delu raziskave je bilo izvedeno anketiranje zaposlenih v slovenski policiji o 
ravnanju z zaupnimi podatki. Anketiranje je potekalo na Policijski postaji Maribor II, 
februarja 2012. Vprašalnik sestavlja deset vprašanj, na katera so odgovarjali zaposleni – 
pooblaščene uradne osebe tako, da so označili enega izmed možnih odgovorov. 
 
V času raziskave sta bili na PP Maribor II zaposleni 102 osebi, od tega 89 pooblaščenih 
uradnih oseb – policistov. V anketi je sodelovalo 43 policistov, od tega jih 6 zavzema 
vodstveni položaj. 
 
Z izvedbo ankete so bili pridobljeni  podatki o tem, kako policisti razumejo zaupne 





















Anketo je izpolnilo 43 policistov s Policijske postaje Maribor II, od tega je bilo 9 % žensk 
in 91 % moških. 
 




Grafikon 3 prikazuje starost anketirancev. V anketi ni sodeloval nihče, ki bi bil mlajši od 20 
let. 7 % anketirancev je starih med 20 in 29 let, 28 % vprašanih šteje od 30 do 39 let, 63 
% vključenih v raziskavo je dopolnilo 40 do 49 let in le 2 % anketirancev je starejših od 
50 let. Da v enoti ni zaposlenih oseb, mlajših od 20 let, je posledica današnjega 
izobraževanja za policiste, ki temelji na prekvalifikaciji oseb, ki so že zaključile 
srednješolsko izobraževanje. Relativno »stara« populacija anketirancev je tudi odraz 
reforme pokojninske zakonodaje, ki ureja poznejše upokojevanje policistov. Starost 
policistov v Sloveniji je danes v povprečju precej višja, kot je bila pred desetletjem. 
Odprava beneficirane delovne dobe leta 2000 in aktualni trendi upokojitvene politike bodo 









Na Policijski postaji Maribor II je največ anketiranih policistov srednješolsko izobraženih 
(53 %), sledijo zaposleni z visoko izobrazbo (26 %), 14 % vprašanih ima višjo izobrazbo 
in 7 % anketiranih ima znanstveni magisterij.  
 




Grafikon 5 prikazuje delovno dobo anketirancev. 7 % vprašanih policistov ima manj kot 10 
let delovne dobe, 30 % policistov ima 10 do 19 let delovne dobe, večina (56 %) 
anketiranih policistov ima 20 do 29 let delovne dobe in 7 % policistov, zajetih v anketo 
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ima 30- in večletne delovne izkušnje. Gre torej za kolektiv, kjer ima večina zaposlenih 
bogate izkušnje na delovnem mestu policista. 
 




Na vprašanje »Menite, da ste dovolj seznanjeni s predpisi, ki urejajo zaupne podatke v 
policiji?« je 12 % anketirancev odgovorilo, da so zelo dobro seznanjeni s predpisi, 67 % 
jih meni, da so dobro seznanjeni s predpisi, 19 % jih je odgovorilo, da delno poznajo 
tovrstne predpise, 2 % vprašanih pa povesta, da ne poznajo teh predpisov. Zaskrbljujoč 
je rezultat zadnjih dveh odgovorov, ki izkazuje nepoznavanje zaposlenih obravnavanega 
delovnega področja. Glede na vsakoletno obvezno izobraževanje uslužbencev s tega 
področja bi zaposleni morali biti strokovno in profesionalno bolje pripravljeni na delovne 
obveznosti. Rezultat pa lahko tudi nakazuje pomanjkljivosti izobraževanja, ki ga organizira 
delodajalec. 
 




Grafikon 7 prikazuje odgovore anketirancev na vprašanje: »Kako ste se seznanili z 
varovanjem zaupnih podatkov v službi?« 12 % jih je odgovorilo, da so se z obravnavanimi 
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temami seznanili v teku šolanja oziroma prekvalifikacije, 5 % s pogodbo o zaposlitvi, 60 
% z izobraževanjem, ki ga je organiziral delodajalec, in 23 % z lastnim izobraževanjem. 
Večina anketiranih se izobražuje na vsakoletnem usposabljanju, ki ga organizira 
delodajalec. Z lastnim izobraževanjem znanje nadgrajujejo predvsem vodstveni delavci. 
 




Grafikon 8 prikazuje rezultate odgovorov  na vprašanje o kršitvah zaupnosti varovanja 
podatkov. 74 % anketirancev je odgovorilo, da še nikoli niso kršili zaupnosti varovanja 
podatkov, 26 % anketirancev pa je povedalo, da redko kršijo zaupnost varovanja 
podatkov. Rezultat kaže, da se četrtina zaposlenih zaveda kršitve pozitivne zakonodaje in 
da delodajalcu, kljub ukrepom, ki jih izvaja za zaščito zaupnih podatkov, ne uspe 
preprečiti vseh kršitev. Problem je človeški dejavnik, torej morala - etika posameznika, ki 
prestopa meje dogovorjenega. Delodajalec bo moral razmisliti o dodatnih tehničnih 
ukrepih in nadgradnji izobraževanja, da bi zaposlenim preprečil tovrstne kršitve. 
 






58 % anketirancev, ki so že kršili zaupnost varovanja zaupnih podatkov, pove, da so to 
storili zaradi osebne rabe, 42 % pa jih je zaupnost kršilo zaradi lažjega opravljanja službe. 
Nihče od anketiranih ni odgovoril, da je kršil zaupnost zaradi neupravičenega razkritja 
podatkov drugim osebam ali zaradi pridobitve protipravne koristi. Sklepati gre, da 
izvedene kršitve predstavljajo lažjo obliko kršitev zaupnosti in ne povzročajo večjih 
posledic. Ne glede na posledice kršitev pa morajo organi nadzora bolje opravljati svoje 
delo in v bodoče preprečiti tudi te kršitve. 
 





Na vprašanje »Menite, da razkritje ali izdaja zaupnih podatkov škodi izvajanju nalog 
policije?« je 63 % anketirancev odgovorilo, da zelo škodi. »Da, ampak ne škodi dosti,« jih 
je odgovorilo 12 %. 25 % anketirancev je odgovorilo, da to škodi le delno, v specifičnih 
situacijah. Nihče ni odgovoril, da razkritje zaupnih podatkov ne škodi. Večina policistov je 
prepričana, da vsakršno razkritje ali izdaja zaupnih podatkov škodi izvajanju nalog policije. 
Sklepati pa gre, da policisti, ki so že kršili zaupnost podatkov, menijo, da s tem ne 
škodujejo izvajanju nalog policije oziroma da neupravičeno pridobljeni podatki nimajo 
zveze z operativnim opravljanjem nalog policije. Če bi na anketo pošteno odgovarjali vsi 
zaposleni v državni upravi, bi bili ti rezultati verjetno nekoliko drugačni. Vsakoletno se 
razkrije ali preiskuje sum izdaje tajnih podatkov v posameznih službah, ki upravljajo z 
















Na zadnje vprašanje je 71 % anketirancev odgovorilo, da razkritje in izdaja zaupnih 
podatkov zelo škodita ugledu policije. 10 % jih je menilo, da škoda ni velika, 19 % pa jih 
je odgovorilo, da škoda nastane le v specifičnih situacijah. Nihče ni odgovoril, da izdaja ali 
razkritje tajnih zaupnih podatkov ne škodita ugledu policije. Rezultat pove, da se policisti 
večinoma zavedajo škodljivosti tovrstnih dejanj. Posamezniki pa so prepričani, da lahko te 
kršitve škodijo ugledu policije samo v določenih specifičnih situacijah.  
 
Raziskava je pokazala, da precej visok odstotek anketiranih nima pravilnega odnosa do 
zaupnih podatkov in da zakonodaja in delodajalec nimata primernih vzvodov, s katerim bi 
preprečila razkritja in izdaje varovanih podatkov. Zakonsko in tehnično je to nemogoče 
popolnoma preprečiti. Kršitve je mogoče omiliti in urediti s primernim izobraževanjem in z 
vzgojo kadrov, ki bi posledično vplivala na samodisciplino zaposlenih in njihovo zavest o 
pomembnosti tega področja dela. 
 
Ovrednotenje Hipotez: 
Hipoteza 1: »Za varstvo zaupnih podatkov v policiji je zadovoljiva podlaga v zakonodaji.« 
je potrjena. Rezultati raziskave namreč potrjujejo, da je zakonska podlaga za zaščito 
varstva zaupnih podatkov zadovoljiva. 
 
12 %  anketiranih je zelo dobro seznanjenih s predpisi s področja varovanja zaupnih 
podatkov, 67 % jih je o tem dobro seznanjenih, 60 % vprašanih se je s predpisi s 
področja zaupnih podatkov seznanilo z izobraževanjem, ki ga je organiziral delodajalec, 23 
% pa jih je znanje pridobilo z lastnim izobraževanjem. 74 % anketiranih policistov se 
zaveda pomembnosti zaupnih podatkov, saj še nikoli niso kršili zaupnost varovanja 
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podatkov,  26 % vprašanih pa pove, da redko kršijo zaupnost varovanja podatkov. 
Ugotovljeno je torej, da so policisti na PP Maribor II dobro seznanjeni z zakonodajo s 
področja zaupnih podatkov, da jo razumejo in da se zavedajo kršitev in njihovih posledic. 
 
Hipoteza 2:« V policiji kljub vsem aktom s področja zaupnih podatkov prihaja do razkritij, 
kar škoduje izvajanju nalog in ugledu Policije.« je potrjena. Rezultati raziskave namreč 
kažejo, da 26 % vprašanih policistov redko krši zaupnost varovanja podatkov, 58 % 
anketirancev je zaupnost kršilo zaradi osebne rabe, 42 % pa jih je zaupnost kršilo zaradi 
lažjega opravljanja del v službi. 63 % anketirancev se strinja, da kršenje zaupnosti zelo 










Tehtanje med načelom javnosti dela državnih organov in s tem omogočanje javnega 
dostopa do podatkov in informacij ter med načelom zaupnosti podatkov je v 
demokratičnih državah pogosta dilema. Nesporno je priznana pravica posameznika do 
zasebnosti, težje pa je razumeti pravico države oz. državnih organov do zasebnosti, 
čeprav gre za isto načelo. Razlogi so v varovanju podatkov in informacij, ki se nanašajo na 
državno varnost, obrambo, obveščevalno dejavnost, odkrivanje kaznivih dejanj, 
izvrševanje opravil državnih organov in drugo. 
 
V primeru ogrožanja obstoja države so ogrožene vse človekove pravice in svoboščine, ki 
jih prav država varuje. Pri varovanju teh pravic in svoboščin mora država posegati tudi 
vanje. Pravice posameznika je mogoče samo z zakonom izjemoma omejiti iz razlogov 
varstva suverenosti in obrambe države, varstva nacionalne varnosti in ustavne ureditve 
države, varnostnih, političnih in gospodarskih interesov države, izvrševanja pristojnosti 
policije, preprečevanja, razkrivanja, odkrivanja, dokazovanja in pregona kaznivih dejanj in 
prekrškov, odkrivanja in kaznovanja kršitev etičnih norm za določene poklice, iz 
monetarnih, proračunskih ali davčnih razlogov, zaradi nadzora nad policijo in varstva 
posameznika, na katerega se nanašajo osebni podatki, ali pravic in svoboščin drugih. 
Omejitve se lahko določijo samo v obsegu, ki je nujen za dosego namena, zaradi katerega 
se določa omejitev.  
 
Zaradi konflikta nosilcev pravic, ki ga povzroča varovanje zaupnosti, pri delu policistov 
pogosto prihaja do vprašanj, koliko in kaj povedati, da ne bodo odgovorni za kršitev 
zaupnosti. Z vidika obravnavanja podatkov, ki nastajajo in se uporabljajo v okviru 
izvajanja nalog policije, se loči štiri kategorije zaupnih podatkov, in sicer: 
– osebne podatke, 
– tajne podatke, 
– druge podatke, ki ob svojem nastanku niso namenjeni javnosti (pomembni za 
izvajanje nalog policije) in 
– podatke, ki so ob svojem nastanku namenjeni javnosti (npr. prepisi, letna 
poročila o delu, statistična poročila policije in drugo). 
 
Za osebne podatke način uporabe in obdelave, vključno z varnostnimi ukrepi, predpisuje 
Zakon o varstvu osebnih podatkov; za tajne podatke to področje ureja Zakon o tajnih 
podatkih; za druge podatke, ki jih pri svojem delu uporablja policija in ki ob svojem 
nastanku niso namenjeni javnosti, pa način uporabe in obdelave predpisuje vrsta 
področnih in procesnih zakonov. Vse to pomeni, da varno obravnavanje podatkov policije 
ni vezano samo na tajne podatke, temveč na večino podatkov, s katerimi upravlja policija. 
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Razlika med njimi je v tem, da so za tajne podatke predpisani posebni, dodatni varnostni 
postopki in ukrepi, ki natančno, vezano na pomembnost podatka, opredeljujejo način 
uporabe, hrambe in posredovanja teh podatkov. Za vse tri kategorije podatkov velja, da 
smejo biti dostopni le tistim osebam, ki se morajo z njimi seznaniti v okviru izvajanja z 
zakonom predpisanih nalog. Raziskava je pokazala, da se policisti pri svojem delu 
srečujejo s podatki stopnje interno; obstaja zelo majhna verjetnost, da se srečajo s 
podatki stopnje zaupno, tajno ali strogo tajno. 
 
Pri vsakodnevni uporabi policijskih podatkov velikokrat prihaja do napačnega 
razumevanja, kaj šteje za obdelavo osebnih podatkov. Kot obdelava se tako razume že 
sam vpogled v podatke. Tako stališče zrcali sodna praksa Ustavnega sodišča R Slovenije 
in Evropskega sodišča za človekove pravice. Vpogled v zbirko osebnih podatkov mora biti 
v skladu z zakonom in vezan na izvajanje zakonitih nalog. Nad obdelavo osebnih podatkov 
v Policiji se izvaja tako notranji kot zunanji nadzor. Pomen, ki se v Policiji pripisuje varstvu 
osebnih podatkov, izkazuje tudi ustanovitev Komisije za varstvo osebnih podatkov.  
 
S pravnimi akti se poskuša urediti varstvo zaupnih podatkov in zajeziti kršitve. V vsakem 
organu se mora v skladu z zakonodajo vzpostaviti sistem postopkov in ukrepov varovanja 
podatkov, ki ustreza določeni stopnji tajnosti in onemogoča njihovo razkritje nepoklicanim 
osebam. Vendar še tako dobra normativna ureditev in tudi najboljša tehnika ne moreta 
zagotoviti  popolne varnosti, saj je vedno navzoč človeški dejavnik. Problem je človek, ne 
sistem. Z zaupnimi podatki se ravna s posebno skrbnostjo, saj njihovo morebitno razkritje 
lahko pripelje do hudih posledic 
 
Dolžnost varovanja zaupnih podatkov je dolžnost vseh zaposlenih v policiji. Skladno z 
kazenskim zakonikom  je policija eden od organov, ki preganja takšna kazniva dejanja. 
Zaradi varovanja zaupnih podatkov so vsi, ki prihajajo v stik s temi podatki, dolžni 
zavedanja o pomembnosti varovanja zaupnih podatkov in doslednega upoštevanja 
predpisanih pravil in izvajanja vseh ukrepov varovanja, pa čeprav se mnogokrat zdijo 
pretirani. Eden izmed ukrepov varovanja so varnostna območja. To so območja, na 
katerih velja predpisan režim vstopa, vedenja, dela in izstopa zaposlenih, kakor tudi 
obiskovalcev. 
 
Pri načrtovanju varnosti zaupnih podatkov je treba zaupnost zavarovati tudi pred 
zaposlenimi. To vključuje tako organizacijski kot tehnični vidik varnosti. Pri tehničnem 
nadzoru zaposlenih lahko pride do nasprotja z zakonodajo, ki ureja človekove pravice. 
Rešitev bi bila v ustvarjanju organizacijske klime, ki bi preprečevala takšna dejanja.  
  
Raziskava je pokazala, da je bilo na območju PU Maribor v zadnjih treh letih obravnavanih 
največ kaznivih dejanj zlorabe osebnih podatkov. Kazniva dejanja so bila v največjem 
porastu v letu 2010, predvsem pri uporabi socialnega omrežja FaceBook, kjer so storilci 
izkoriščali osebne podatke oškodovancev ter ustvarjali lažne profile. Ugotovljeno je tudi, 
da so policisti na PP Maribor II dobro seznanjeni z zakonodajo s področja zaupnih 
podatkov, da jo razumejo in da se zavedajo kršitev in njihovih posledic, kar je 
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razveseljujoč podatek. Skrb vzbujajoče pa je, da je več kot polovica anketirancev že kršila 
službeno zaupnost zaradi osebne rabe ali zaradi lažjega opravljanja različnih nalog, pri 
čemer pa se velika večina strinja, da kršenje zaupnosti zelo škodi izvajanju nalog policije 
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Priloga 3: Vzorci dokumentov s tajnim podatkom stopnje tajnosti »STROGO TAJNO« 
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Priloga 11: Obrazec: »Seznam tajnih podatkov za uničenje« 
 















Sem Sašo Geč, študent Fakultete za upravo Univerze v Ljubljani, in pod 
mentorstvom viš. pred. mag. Tatjane Kozjek pripravljam diplomsko delo z 
naslovom Zaupni podatki v policiji. Želim, da sodelujete v kratki anketi, ki mi bo 
pomagala pri raziskavi. Pri vsakem vprašanju se opredelite in označite samo en 
odgovor. Anketa je anonimna in ne vsebuje osebnih podatkov, pridobljeni podatki 
pa bodo namenjeni zgolj za izdelavo diplomskega dela.  
 
Hvala za sodelovanje. 
 






a) manj kot 20 
b) 20 – 29 let 
c) 30 – 39 let 
d) 40 – 49 let 
e) 50 in več let 
 







4. Delovna doba 
a) manj kot 10 let 
b) 10 – 19 let 
c) 20 – 29 let 
d) 30 – 39 let 
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e) 40 in več 
 
5. Menite, da ste dovolj seznanjeni s predpisi, ki urejajo zaupne podatke? 
a) zelo dobro poznam predpise 
b) dobro poznam predpise 
c) delno poznam predpise 
d) ne poznam predpisov 
 
6. Kako ste se seznanili z varovanjem zaupnih podatkov v službi? 
a) v šoli, s prekvalifikacijo? 
b) s pogodbo o zaposlitvi 
c) z izobraževanjem, ki ga je organiziral delodajalec 
d) z lastnim izobraževanjem 
 
7. Ste že kršili zaupnost varovanja zaupnih podatkov? 
a) ne, še nikoli 
b) redko 
c) pogosto 
d) se ne oziram na zaupnost 
 
8. V kolikor ste že kršili zaupnost varovanja zaupnih podatkov, so bili razlogi 
naslednji: 
a) zaupne podatke sem potreboval za osebno rabo 
b) zaupne podatke sem zlorabil za lažje opravljanje dela v službi 
c) zaupne podatke sem neupravičeno razkril drugim osebam  
d) z izdajo zaupnih podatkov sem pridobil protipravno korist 
 
9. Menite, da razkritje ali izdaja zaupnih podatkov škodi izvajanju nalog 
policije?  
a) da, zelo škodi 
b) da, ampak ne škodi veliko 
c) delno, v specifičnih situacijah 
d) ne, ne škodi 
 
10. Menite, da razkritje ali izdaja zaupnih podatkov škodi ugledu policije? 
e) da, zelo škodi 
f) da, ampak ne škodi dosti 
g) delno, v specifičnih situacijah 
h) ne, ne škodi 
