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El propósito de este proyecto es desarrollar una aplicación web en JAVA para la 
verificación del estado de conexión de los puertos lógicos de los servidores de la 
empresa Sysman Ltda. Los servicios a verificar son Jboss, un servidor de 
aplicaciones JEE (puerto 8080); Oracle, sistema gestor de base de datos (puerto 
1521) y Tomcat, contenedor de servlets (puerto 8084). No obstante, esta la 
aplicación pude verificar cualquier puerto de cualquier servidor, ya que estos datos 
pueden ser ingresados y modificados a voluntad del usuario.  
La aplicación verificará el estado de conexión del puerto de manera periódica y su 
tiempo de respuesta, si tiene respuesta o no; luego informará a través del correo 
electrónico al administrador del servidor en caso de que determinado puerto no 
obtenga respuesta alguna. Además de esto, el usuario (administrador del servidor) 
podrá especificar el servicio y el número de puerto que corresponde, el intervalo 
de tiempo en que se va a verificar; podrá modificar estos datos según su criterio; 
conocer una estadística de los tiempos de respuesta por medio de gráficas de 
cada uno de los servicios en determinados periodos de tiempo y obtener un 
reporte de las alertas, todo esto registrado en una base de datos.  
Cabe acotar que, esta aplicación tan solo hará una verificación del estado del 
puerto, si responde o no, y su tiempo de respuesta. Esto no implica que la 
aplicación haga un reporte o informe al usuario sobre la falla específica de la 
conexión. La aplicación reportará al usuario el servicio que no tiene respuesta a 
través del correo electrónico, pero será el usuario, administrador del servidor, 














La empresa SysmanLtda  dispone de servicios en distribuidos en varios servidores 
para el uso de estos servicios a través de la red local o servicios en  línea que 
ofrecepara sus clientes. Es indispensable que estos servicios estén disponibles en 
todo momento para un óptimo funcionamiento de la organización. 
Es por eso que empresa SysmanLtda requiere una aplicación para determinar la 
disposición de respuesta de un servicio en un servidor. Estos servicios son Oracle, 
JBoss y Tomcat, gestor de bases de datos, servidor de aplicaciones y contenedor 
de servlets respectivamente, con números de puerto 1521, 8080 y 8084. Se 
requiere una aplicación que de forma automática este verificando el estado de 
conexión de cada uno de los puertos de forma periódica, y en caso de no obtener 
respuesta del servicio, enviar una notificación al administrador del servidor 
informando que de dicho servicio no obtuvo respuesta. 
Esta aplicación salvaría esta necesidad, ya que hace un chequeo automático de 
los servicios disponibles y de manera periódica. En caso no obtener respuesta de 
alguno de los servicios, la aplicación dará aviso al usuario a través del correo 
electrónico. El administrador del servidor verificará el servicio reportado, 



















Desarrollar una aplicación que monitoree los puertos de los servicios en los 
servidores de la empresa SysmanLtda y reporte al administrador en caso de que 
alguno de ellos no responda o tarde en hacerlo.También, que lleve un registro de 




 Identificar los aspectos a tener en cuenta para la construcción del 
sistema. 
 Recopilar la información necesaria requerida para la construcción del 
sistema. 
 Realizar el estado del arte y conocer posibles soluciones que se hayan 
planteado y usado anteriormente con esta plataforma. 
 Realizar el análisis correspondiente y el diseño de la aplicación  de 
acuerdo con los requerimientos. 
 Realizar el desarrollo del sistema de acuerdo al análisis realizada  y 










PRESENTACIÓN DE LA EMPRESA SYSMAN LTDA 
 
 
Fundada en 1987,es una empresa de desarrollo de software con productos y 
servicios integrados de información financiera, administrativa y de gestión. Su 
casa matriz se encuentra en el municipio de Paipa departamento de Boyacá. 
Gracias a su larga experiencia se encuentra  certificada bajo la norma de calidad 
ISO 9001:2008 y es una empresa debidamente organizada, registrada y 
reconocida. Sus productos son adquiridos por varias organizaciones tanto 
gubernamentales como privadas como lo son alcaldías, gobernaciones, empresas 
de servicios públicos, entre otros. 
 
POLÍTICA DE CALIDAD 
 Sysman está comprometida con la satisfacción de las necesidades, deseos y 
expectativas de sus clientes, mediante la aplicación de estrategias enfocadas a la 
mejora continua e innovación en su gestión, productos y servicios; buscando alta 
rentabilidad y mayor competitividad, con el respaldo de un equipo humano 
comprometido y competente, cumpliendo normas de gestión de calidad y 




Ofrecer soluciones efectivas de  gestión de alta calidad, soportada en innovación, 
aprendizaje estratégico y un equipo humano comprometido y competente, que 
permite a sus clientes alta eficiencia en su misión. 
 
VISIÓN 
Ofrecer soluciones efectivas de gestión satisfaciendo las necesidades de los 




En SysmanLtda los principios son expresiones de una filosofía de vida que 
traspasan todos los componentes de la compañía: 
1. Focalización en el cliente. 
2. Desarrollo de personas y equipos comprometidos con la visión de la 
compañía. 
3. Procesos y hechos. 
4. Desarrollo y liderazgo. 
5. Aprendizaje estratégico. 













1. PUERTOS Y MEDIOS DE CONEXIÓN 
 
1.1 Puertos 
Un computador tiene una conexión física con la red (puerto físico)  y los datos que 
salen y entra al computador lo hacen a través de esa única conexión, no obstante, 
los datos se distribuyen por varios puertos lógicos. Los datos que viajan a través 
de estos puertos llevan consigo una dirección que identifica el computador y el 
puerto por el que ha de despacharse. La identificación del computador se da 
gracias por su dirección IP que consta de 32 bits. Los puertos se identifican por un 
número de 16 bits, que el protocolo TCP y UDP usan para enviar los datos  a la 
aplicación correcta. 
En aplicaciones basadas en conexión, una aplicación establece una conexión con 
otra uniendo un socket a un número de puerto. Esto permite que la aplicación 
quede registrada ante el sistema operativo con dicho puerto usándolo 
exclusivamente para sí.  
Los puertos tiene un rango entre 0 y 65535, pero los que van de 0 a 1023 están 
reservados para servicios exclusivos del sistema denominados comúnmente como 
puertos bien conocidos.  
 
1.2 Sockets 
Son un sistema de comunicación entre procesos de diferentes máquinas de una 
red. Es un punto de comunicación por el cual un proceso puede enviar y recibir 
información utilizando el protocolo TCP (Transfer control protocol) y UDP 
(Userdatagramprotocol). Sencillamente es un punto de comunicación donde se 
envían y reciben datos donde se conecta para escuchar, leer, escribir y/o publicar 
información y luego desconectarse. 
Del lado del servidor, un socket responde en un puerto asignado y escucha en 
espera de una petición; por el lado del cliente, este hace la petición al servidor a 
través de su respectivo puerto, naturalmente, el cliente debe conocer la máquina 
host y su puerto. 
Luego de lograr la conexión con éxito, el servidor asigna un nuevo socket con su 
respectivo puerto para nuevas peticiones. El cliente a su vez hace uso de la 
conexión pero a través de un número de puerto diferente al del servidor. 
Java cuenta con una clase Socket que implementa la parte de la comunicación 
bidireccional. Esta clase se usa en lugar de código nativo de la plataforma y ser 









1. TECNOLOGÍA JEE6 Y PAQUETES JAVA 
 
1.1 JAVA 
Es un lenguaje de programación orientado a objetos y desarrollado por la 
compañía Sun Microsystems. Antes de él, C era el lenguaje de programación más 
difundido entre los desarrolladores, ya que era un lenguaje de bajo nivel pero 
combinado con algunos elementos de alto nivel. No obstante, a medida que 
crecían los programas, C empezaba a tener dificultades haciendo más y más 
extensos los códigos de los programas (programación Espagueti) complicando la 
vida de los programadores.  
La solución fue la programación orientada a objetos, ya que se dividieron los 
programas en partes más pequeñas un poco autónomas entre ellas: Los objetos. 
Estos ocultan los detalles de la programación y reducen las interdependencias con 
una interfaz bien definida. JAVA, a diferencia de C++ (con aspectos de 
programación orientado a objetos), buscó ser un lenguaje que fuera independiente 
de la plataforma, algo muy importante, pero fue Internet quien popularizó a JAVA. 
Las aplicaciones JAVA en una máquina virtual (JVM) que convierte el código de 
JAVA al lenguaje de la máquina anfitriona haciéndolo más apetecido entre los 
desarrolladores. Entre sus características se encuentra la simplicidad, robustez, 
neutralidad (independiente de la plataforma), distribución (maneja conexiones 
TCP/IP y protocolos como HTTP), seguridad, portabilidad e interpretación (sistema 
de interpretación Run Time). 
Para el desarrollo de aplicaciones en JAVA existen diversos IDE, 
IntegratedDevelopmentEnviroment, uno de los más utilizados, Netbeans, aunque 
existen otros como Eclipse, JDeveloper, JBuilder, Visual J++, entre otros. 
 
1.1.1. Servlet 
Es una aplicación Web programada para ser ejecutada del lado del servidor pero 
de forma independiente  a la plataforma, pero con la misma funcionalidad que una 
aplicación dependiente del servidor. Son módulos orientados a petición-respuesta 
HTML entre el cliente y el servidor.  Es capaz de ejecutara múltiples peticiones en 
paralelo por una sola instancia ya que las peticiones son atendidas por diferentes 
hilos. Además de que ofrece las mismas ventajas y características que la 
programación en JAVA. 
A diferencia de la programación Web tradicional, los servlets pueden generar 
páginas dinámicas fáciles de escribir y de rápida ejecución. Manejan de forma más 
sencilla peticiones cliente HTTP como lo son peticiones POST hechas desde 
HTML, por ejemplo, sistemas de pagos en línea (sobre todo por la seguridad que 
ofrece) o generando páginas dinámicas en XHTML de forma personalizada, 
interactuar con bases de datos del lado del cliente. Al igual que las aplicaciones 
JAVA de “escritorio” requiere un JVM, un Servlet requiere un contenedor de 
Servlets en el servidor. El Servlet cuenta con paquetes específicos que 
proporcionan su interfaz y clases (javax.servlet y javax.servlet.http). El contenedor 
de Servlets recibe las peticiones HTTP de un cliente y dirige la petición al Servlet  
correspondiente. Este, a su vez, procesa la petición y devuelve la respuesta 
apropiada al cliente en formatos XHTML o XML (lenguaje de marcado extensible, 




JAVA EE o JAVA platform es una plataforma de programación para desarrollar y 
ejecutar software de aplicaciones en el lenguaje JAVA. Utiliza arquitecturas en 
capas distribuidas y se apoya en componentes de software ejecutándose sobre un 
servidor de aplicaciones. JEE tiene varias especificaciones de API como JDBC, 
RMI, e-mail, JMS, servicios Web, XML y define como agruparlos y coordinarlos. 
También hay componentes específicos como son Enterprise JavaBeans, Servlets, 
Portlets y JavaServerPages entre otras, muy utilizados en aplicaciones 
empresariales, ya que cuenta con seguridad, transacciones, concurrencia y 
gestión de componentes. 
 
1.1.2.1. JEE6 
Es una plataforma de Java EnterpriseEdition capaz de cubrir una amplia gama  de 
necesidades de la empresa y aplicaciones web. Dispone de mayor flexibilidad, 
extensibilidad y restauración, fácil de construir a partir de las bibliotecas. Presenta 
actualizaciones en Java Persitence API, Servlets, JavaServer Faces, Enterprise 
JavaBeans, Java EE ConnectorArchitecture, JAX-WS. 
 
1.2. Socket 
Los Sockets son conectores lógicos para comunicar procesos entre máquinas en 
una arquitectura cliente-servidor donde se emite o recibe información. Las 
comunicaciones pueden usar protocolo TCP o UDP, los primeros se pueden 
compara con el teléfono y los segundos con los buzones de correo (los físicos). 
Estos Sockets se pueden clasificar en activos,  envían y reciben datos a través de 
conexión abierta; y pasivos, esperan intentos de conexión, cuando llega una 
conexión se asigna un socket activo. 
Los Sockets tienen una dirección que a su vez tiene un número de puerto, una 
dirección IP y un protocolo. Esta información es diferente entre el cliente (puerto 
que hace la petición, dirección IP y  protocolo TCP)  y el servidor (puerto que 
espera peticiones, dirección IP y protocolo IP). 
El cliente, conocedor del servidor y el puerto que necesita, hace la petición de 
conexión. El servidor acepta la conexión y obtiene un nuevo socket para continuar 
con el socket original que es el que siempre escucha. El cliente a su vez, 
establecida la conexión, se comunica con el servidor, pero asigna un número de 
puerto diferente al inicialmente seleccionado para hacer la petición al servidor. 
 
Figura 1. Comunicación a través de Socket 
1.2.1. Tipos de Socket 
Corresponde a la forma como se transfiere la información a través del Socket.  
1.2.1.1. Stream (TCP) 
Es un protocolo orientado a conexión fiable del nivel de transporte del modelo OSI, 
donde primero se establece la conexión entre el par de Sockets, uno atiende 
peticiones de conexión (servidor) y otro solicita la conexión (cliente). 
En los protocolos TCP/IP es la capa intermedia entre el protocolo de internet (IP)  
y la aplicación. TCP hace confiable la comunicación ya que la capa IP no aporta 
un servicio fiable de confirmación de datagramas. 
La conexión TCP consta de tres etapas: 
- Establecer conexión. 
- Transferir datos. 
- Terminar conexión. 
Establecer la conexión en TCP se lleva a cabo en un procedimiento conocido 
como negociación en tres pasos o Three-wayhandshake. 
Como se mencionó antes, TCP está orientado a conexiones, lo cual indica que 
antes de realizar una transferencia de datos, el emisor y el receptor se identifican y 
establecen  un acuerdo de la forma cómo han de enviar los datos. 
La negociación se realiza por medio de tres transmisiones, durante las cuales el 
campo Sequencenumber y las banderas en el paquete TCP toman valores 
específicos. 
- El cliente envía un paquete con la bandera SYN al servidor. 
- Si el servidor le proporciona el servicio solicitado, responde con un paquete 
con las banderas SYN y ACK activadas. 
- El cliente, a su vez, responde enviando un paquete con la vadera ACK. 
- Finalmente el cliente empieza a enviar las peticiones al servidor. 
 
1.2.1.2. Datagram (UDP) 
Es un servicio de transporte no orientado a conexión. Aunque más eficiente que 
TCP, no garantiza la fiabilidad, ya que los datos se envían y reciben en paquetes, 
los cuales no  garantizan su entrega. 
Cada vez que envíen datagramas se necesita enviar el descriptor del Socket local 
y también del que va a recibir el datagrama, esto implica datos adicionales cada 
vez que se establezca la comunicación. 
 
 
1.2.1.3. Raw (Acceso Directo al protocolo: root) 
Los Sockets Raw tienen acceso directo a la capa de software de red o a los 
protocolos de bajo nivel. Es decir, accede directamente al protocolo IP. 
 
 
1.3. Paquete javanet 
Incluido desde las primeras versiones de JAVA, ofrece un conjunto de clases e 
interfaces para establecer comunicaciones y usar recursos de red con una 
simplificada interfaz de objetos, permitiendo establecer conexión, por ejemplo, con 
otra máquina en cualquier red privada o pública.  
Este paquete ofrece una API (Interfaces de programación de aplicaciones) para 
trabajar con el protocolo HTTP, URL’s y Sockets. En especial con estos Sockets, 
conectarse a través de Internet con otras aplicaciones es muy sencillo y se asocia 
mucho a la entrada/salida con archivos. Las clases de esta librería se pueden 
dividir en dos grupos: Las correspondientes a las API de los Sockets (Socket, 
ServerSocket, DatagramSocket); y las clases correspondientes a las herramientas 
con URL (URL, URLConnection, HttpURLConnection, URLRncoder). La clase 
java.net.socket implementa sockets TCP activos que reciben y envían datos, que 
es el objeto de esta investigación. 
 
 
Figura 2 Socket usando paquete Javanet 
 
Se puede apreciar que el servidor establece un puerto de escucha con un timeout 
de segundos de espera para establecer una conexión. Cuando reciba una solicitud 
del cliente, el servidor activará el método accept(), el cliente establece conexión a 
través de un puerto y ambos tendrán comunicación por medio de los manejadores 
InputStream y OutputStream. 
El método en el cliente quedaría: 
Socket cliente; 
Cliente = new Socket(“Host”, numero_puerto); 
 
 
Host puede ser el nombre del host o la dirección IP. 
 
 
1.4. Paquete Java Mail 
Esta librería implementa el protocolo SMTP (Simple mail transfer protocol) y varios 
tipos de conexión con servidores de correo. Es opcional, por tanto hay que realizar 
la instalación del paquete. Este paquete es un conjunto de clases  que interactúa 
para el producto subyacente de envío de correo.  
JavaMailSamples, contiene el método main; SendAuthentication, proporciona un 
método estático Send que es encargado de enviar el correo; SMTPAuthentication, 
proporciona el nombre usuario y contraseña de acceso al servidor SMTP; y 
ExceptionManager, gestiona posibles excepciones. 
 
 
1.5. Paquete JDBC 
Java DatabaseConnectivity es una API que permite la ejecución de operaciones 
sobre base de datos desde el lenguaje de programación JAVA sin importar la 
plataforma ni el modelador de base de datos. JDBC es una colección de interfaces 
JAVA y métodos de gestión de manejadores de conexión hacia un modelo 
específico de base de datos que utiliza unos métodos de registro para declarar los 
tipos de localizadores de bases de datos que pueden manejar. En este caso, al 
ejecutarse el programa junto con la biblioteca de conexión, provee el localizador a 
la base de datos y los parámetros de conexión específicos. 
ANEXO 4 
1. INTERFACES PRELIMINARES 
 




La interfaz de servicios permite visualizar los servicios en prueba: Host, puerto, 
nombre del servicio. Tiene la opción de graficar la estadística de un puerto 
determinado, eliminar el registro, modificarlo o crear uno nuevo. 
 
1.1.1. Interfaz ingresar nuevo servicio 
 
 
La interfaz de ingreso de servicios permite crear un nuevo registro de servicio a 
través de las cajas de texto de host, puerto y nombre de servicio. 
 




La interfaz de modificación de servicios da la opción de modificar el registro de un 
servicio existente. 
 
1.2. Interfaz de configuración 
 
La interfaz de configuración permite al usuario (administrador del servidor) definir 
parámetros tales como la dirección(es) de email a donde llegaran las alertas 
(Email), la frecuencia en que ha de ser monitoreado el puerto (Tiempo de 
frecuencia) y las opciones de envío (Decisión).  
 
1.3. Interfaz de alertas 
 
La interfaz de alertas generará un listado de las alertas reportadas por la 
aplicación: Host, puerto, fecha y hora y detalle del error. Conexión rechazada, 
excedió el tiempo de respuesta.  
 
1.4. Interfaz Gráficas 
 
La interfaz de gráficas muestra una gráfica del comportamiento (tiempo de 
respuesta) del puerto en un determinado espacio de tiempo. También puede ser 






1. MODELO GENERAL DEL SISTEMA 
Sistema de verificación de servicios.  
 














1.1. ANÁLISIS DE ENTRADA 
 
1.1.1. Descripción del caso 
Se requiere que el sistema  capture a través de una interfaz, almacene y lo evalué 
el puerto de un Host determinado. Se requiere para esto, el nombre del Host, su 
dirección IP, el puerto a evaluar, el nombre del servicio perteneciente a dicho 
puerto. En otra interfaz se requiere capturar y almacenar los parámetros para 
determinar a la forma de evaluar los puertos. Dichos datos son: Correo electrónico 
para la recepción de mensajes del sistema, frecuencia con que ha de evaluar el 
sistema los puertos y tiempo límite para   determinar el retraso de una conexión. 
 
1.1.2. Entradas (precondiciones) 
Nombre del host, dirección IP, número de puerto, Nombre del servicio. Dirección 
de Email como destinatario de respuesta, tiempo de frecuencia en que se han de 
evaluar las conexiones (en minutos), tiempo límite que se ha de darse para 
realizar la conexión (en milisegundos).   
 
1.1.3. Salidas (pos condiciones) 
Fecha y hora (Dadas por el sistema) de los procesos. En base de datos: Nombre 
del host, dirección IP, número de puerto, Nombre del servicio. Dirección de Email 
como destinatario de respuesta, tiempo de frecuencia en que se han de evaluar 
las conexiones, tiempo límite que se ha de darse para realizar la conexión. 
 
1.1.4. Validaciones o restricciones 
 
 
1. Una interfaz para capturar y almacenar el nombre del host, su dirección IP, 
nombre del servicio y número del puerto.  
2. El nombre del host es opcional, pero preferiblemente asignar uno para su 
identificación.  
3. El cuadro de texto para la captura de la dirección IP solo debe aceptar 
números y puntos (.), por ende, solo debe ingresar en formato de dirección 
IP (000.000.000.000).  
4. El número de puerto ha de ser obligatorio y tipo de dato numérico.  
5. Una interfaz para capturar y almacenar los parámetros de opción como 
correo electrónico, tiempo límite y frecuencia para evaluación. 
6. El cuadro de texto de captura para la dirección de correo electrónico debe 
aceptar el formato correspondiente al de correo electrónico 
(direccion@correo.com).  
7. La frecuencia ha de tratarse como valor numérico y  en minutos.  
8. El límite de tiempo se tratará como valor numérico y en milisegundos. 
9. La interfaz debe permitir que estos datos anteriores se puedan mostrar, 
modificar y/o eliminar de la base de datos según la necesidad.   
 
1.1.5. Riesgos derivados del requerimiento (Otros Procesos, otros módulos) 
Almacenar correctamente la fecha en el formato correspondiente. Dirección IP en 
el formato correspondiente (000.000.000.000). Número de puerto correcto. 
 
1.1.6. Análisis funcional del Requerimiento 
Se realizará una interfaz para capturar y almacenar el nombre de host, su 
dirección IP, el número de puerto, y el nombre del servicio que al que pertenece el 
puerto. Estos datos serán usados para verificar los puertos almacenados en la 
base de datos por el sistema.  También se requiere una interfaz para capturar y  
almacenar las opciones de sistema como son: correo electrónico, tiempo límite y 
periodo de evaluación. 
 
1.1.7. Análisis de Impacto Técnico 
Los datos Dirección IP, número de host, dirección de correo electrónico, periodo y 
tiempo límite serán usados por el proceso del sistema. 
 
1.2. ANÁLSIS DE PROCESO 
 
1.2.1. Descripción del caso 
Se requiere que la aplicación tome la dirección IP del host y el número del puerto 
de un servicio y verifique el estado de conexión de dicho puerto de forma 
periódica. Después de esto, debe ingresar en base de datos para posterior 
consulta los datos: tiempo de respuesta (en milisegundos) y fecha y hora de la 
respuesta.  Según la respuesta dada por el puerto del servicio, esta debe ser 
almacenada para posterior consulta. El sistema debe establecer si el tiempo de 
respuesta está entre los límites dados o si se presentó un retraso. En caso de no 
obtener respuesta el sistema además de almacenarlo como alerta, debe reportarlo 
a través de correo electrónico. 
 
1.2.2. Entradas (precondiciones) 
Dirección IP del host, número de puerto del servicio, tiempo límite de conexión, 
periodo de evaluación.  
 
1.2.3. Salidas (pos condiciones) 
Errores de conexión, tiempo de respuesta del servicio (en milisegundos), fecha y 
hora de la respuesta, mensaje de alerta a través de Email.   
 
1.2.4. Validaciones o restricciones 
 
1. Debe tomar los puertos de los servicios almacenados  y verificarlos uno a 
uno en un determinado periodo de tiempo que también está determinado 
previamente por el usuario.  
2. Determinar si es una respuesta dentro del tiempo establecido, una 
respuesta con retraso o una alerta de no conexión.   
3. Debe enviar mensaje al correo electrónico predeterminado en caso de no 
obtener respuesta del puerto, alertando esta anomalía.  
4. Debe almacenar el tiempo de resultado para poder verificarlo luego en 
forma de consulta.  
5. No se debe especificar ni diagnosticar las causas del problema de 
conexión.  
   
1.2.5. Riesgos derivados del requerimiento (Otros Procesos, otros módulos) 
Establecer correctamente los parámetros de entrada, tales como Dirección IP del 
host y número del puerto. Este proceso también dependerá del tiempo límite y la 
frecuencia. La dirección de correo electrónico debe especificarse correctamente.
  
 
1.2.6. Análisis funcional del Requerimiento 
El sistema tomará las direcciones IP's y los números de puerto almacenados 
previamente y los evaluará de forma periódica para determinar su disponibilidad. 
El sistema debe determinar el tiempo de respuesta del puerto y, a partir de ahí, 
determinar si el tiempo está dentro del límite establecido, si no, tomarlo como 
retraso. Por el contrario, si no existe respuesta del servidor, reportar la alerta al 
administrador a través de correo electrónico. En todos los casos debe 
almacenarse tiempo de respuesta y fecha y hora de dicha respuesta para 
posterior.  
 
1.2.7. Análisis de Impacto Técnico 
Almacenados los resultados de tiempo de respuesta y fecha y hora 
correspondiente, serán usados para posterior consulta por parte del usuario. 
 
 
1.3. ANÁLSIS DE SALIDA 
 
1.3.1. Descripción del caso 
Se requiere que el sistema envíe un correo electrónico a un destinatario específico 
(administrador del servidor). También es preciso que se almacene en una base de 
datos los registros de tiempo que toma un puerto para responder, y la fecha y hora 
en que se hizo la lectura o se presentó la anomalía. 
             
1.3.2. Entradas (precondiciones) 
Datos arrojados por el sistema: Dirección IP, número de puerto, tiempo de 
respuesta, estado de respuesta (respuesta, tardanza, alerta). 
 
1.3.3. Salidas (pos condiciones) 
Registro en base de datos: Dirección IP, número de puerto, tiempo de respuesta, 
estado de respuesta (respuesta, tardanza, alerta). Además de reporte a través de 
correo electrónico: fecha y hora, nombre del host, número IP, número de puerto y 
nombre del servicio.  
 
1.3.4. Validaciones o restricciones 
 
1. El sistema no debe hacer un diagnostico del puerto, ni determine la falla 
que presentó. Simplemente que verifique el estado de conexión y ya. 
2. Debe enviar mensaje de correo electrónico a la dirección estipulada 
anteriormente. 
3. El tiempo de respuesta debe estar en milisegundos.  
4. Se clasificará el tipo de respuesta: Respuesta (R), tardanza (T) y alerta (A), 
según lo estipule el sistema. 
 
1.3.5. Riesgos derivados del requerimiento (Otros Procesos, otros módulos) 
Envío de mensaje a través de correo electrónico, ya que la dirección podría ser 
inexistente o estar inhabilitado por alguna razón.  
 
1.3.6. Análisis funcional del Requerimiento 
Los tiempos de respuesta serán almacenados de la forma correspondiente. En 
caso de no obtener respuesta del puerto correspondiente, se enviará un correo 
electrónico al administrador del servidor notificando la anomalía, con los datos del 
servicio, número de puerto y fecha y hora del evento. 
 
1.3.7. Análisis de Impacto Técnico 
Los datos de salida serán consultados posteriormente por el usuario. El usuario 
será alertado a través de un mensaje de correo electrónico.  
 
 
1.4. ANÁLSIS DE REPORTES 
 
1.4.1. Descripción del caso 
Se requiere que el sistema realice reportes de los resultados de las conexiones 
por periodos estipulados por el usuario. Los reportes han de presentarse en 
gráficos, a partir de parámetros dados por el usuario: mensual, diaria, fecha inicio, 
fecha fin, número de puerto (servicio), host. 
 
 
1.4.2. Entradas (precondiciones) 
Nombre del host, número de puerto, nombre de servicio, tiempo de respuesta, tipo 
de respuesta (respuesta, retardo y alerta), fecha inicio y fecha fin.  
 
1.4.3. Salidas (pos condiciones) 
Tiempo de respuesta por día, tiempo de respuesta por mes, tiempo de respuesta 
por fecha determinada.  
 
1.4.4. Validaciones o restricciones 
1. Debe realizarse la consulta por host determinado y por puerto (servicio) 
determinado. 
2. Serán parámetros dados por el usuario.  
3. Se mostrará informe gráfico por mes, por día o por parámetro de fecha 
dado por el usuario.  
4. Reportes en listados de alertas por parámetro de fecha. 
5. Los gráficos deben ser en líneas con marcadores. 
 
1.4.5. Riesgos derivados del requerimiento (Otros Procesos, otros módulos) 
Ninguno. Sólo mostrará datos específicos con parámetros.  
 
1.4.6. Análisis funcional del Requerimiento 
Una interfaz para mostrar graficas de  línea con marcadores de los resultados de 
tiempos de respuesta de un servicio en determinado Host y por un periodo de 
tiempo dado por el usuario: fecha, mes, día. También, mostrar un listado de 
alertas y retardos en un periodo de tiempo determinado. 
1.4.7. Análisis de Impacto Técnico 















1. DIAGRAMAS DE CASO DE USO 
 
NOMBRE: ENTRADAS DEL SISTEMA IDENTIFICADOR 
.CU_R1 
ACTOR: ADMINISTRADOR DE SERVIDORES 
DESCRIPCION: Ingresa parámetros al sistema: Nombre del servicio, 
dirección Ip del host donde reside, número de puerto, correo electrónico 







NOMBRE: PROCESO DEL SISTEMA IDENTIFICADOR 
.CU_R2 
ACTOR: ADMINISTRADOR DE SERVIDORES 
DESCRIPCION: Verificar el estado de conexión de un puerto y retornar el 
tiempo que tarda en hacerlo. Evaluar el tiempo que tarda y determinar si es 





NOMBRE: SALIDA DEL SISTEMA IDENTIFICADOR 
.CU_R3 
ACTOR: ADMINISTRADOR DE SERVIDORES 
DESCRIPCION: Recibe alertas a través de correo electrónico. Almacenar en 





NOMBRE: REPORTES DEL SISTEMA IDENTIFICADOR 
.CU_R4 
ACTOR: ADMINISTRADOR DE SERVIDORES 
DESCRIPCION: Consulta reportes gráficos por periodo determinado de la 




























Figura 4. Modelo entidad-relación 
 
SERVICIO 
Nombre del campo Descripción Parámetros 









Numérico. No nulo.  
NOMBRE Nombre del servicio. Caracter. No nulo. 
DIRIP Dirección Ip del host. Caracter. Solo debe 
aceptar números y 







Nombre del campo Descripción Parámetros 
ID Llave primaria de la 
tabla 
Numérico  de 
autoincremento. No nulo 
FECHA Fecha y hora  de 
respuesta del puerto. 
Hay tres tipos de 
respuesta: conexión, 
tardanza de conexión y 
no conexión o fallo. 
 
Tipo fecha en formato 
DD/MM/YYYY  
HH24/MI/SS.  No nulo. 
TIEMPORESPUESTA Tiempo que tarda el 
puerto en responder. En 
milisegundos. 
 
Numérico. No nulo 
TIPORESPUESTA Se clasificará el tipo de 
respuesta en tres: 
Respuesta (R), retardo o 
respuesta por encima  
del tiempo límite (T) y 
alerta (A) para el caso 
de no respuesta del 
puerto. 
 
Caracter. No nulo. 
IDSERVICIO Llave foránea de la tabla 
SERVICIO. 
Numérico. No nulo. 
MENSAJE Mensaje de error dado 





Nombre del campo Descripción Parámetros 
ID Llave primaria para la 
tabla. 
 
Entero automático. Llave 
primaria.  
EMAIL Dirección de correo 
electrónico a donde se 
va a enviar la alerta. 
Caracter. Debe tener 




FRECUENCIA Tiempo de frecuencia 
otorgado por el usuario 
que determinará el 
periodo con que el 
Numérico. No nulo. 




TARDANZA Tiempo límite en que el 
usuario determinará 
para que un puerto 
responda. Si se excede 
de este tiempo se 
determinará como 
tardanza en la conexión. 
En milisegundos. 
 
Numérico. No nulo. 
FECHA Fecha en la que se 
ingresaran los datos de 
esta tabla. 
Tipo fecha en formato 
DD/MM/YYYY  







1. REPORTES IRREPORT 3.7 
Utilizando la aplicación IReport en la versión  3.7, se crean reportes para 
integrarlos al kernel. IRreportes una aplicación que puede generar reportes 
visuales y diseños en pantalla e imprimirlos o en archivos PDF, HTML, RTF, XLS y 
XML. Su motor de creación es JasperReports  y está desarrollado en JAVA. 
IReport permite generar reportes a partir de una consulta en SQL a base de datos. 
En este caso, la consulta solicita los campos a la tabla RESPUESTA de la base de 
datos. Entre ellos, se solicita fecha en dos ocasiones por el agrupamiento que se 
hará posteriormente. En la consulta también se establecen los parámetros de 
entrada, en este caso ID de un servicio, FECHAINI y FECHAFIN, ya que es un 
periodo.Nótese que al campo FECHA se le está dando formato TO_DATE y 




Establecidos los parámetros dentro de la consulta, se creó un grupo FECHA, con 
el propósito de mostrar los registros agrupados por día. ES decir, cada día un 
servicio tendrá un grupo de registros que mostraran al usuario el comportamiento 
del mismo por día. De hacer un reporte con la totalidad de los registros en una 
sola lista sería muy dispendioso para el usuario leer. 
IReport permite el diseño del formulario sobre la hoja que  está dividida en varios 
grupos pero los que se usan son la cabecera y el contenido.  Allí se deben ubicar 




El resultado preliminar del reporte. Antes de generarlo, IReport pide los 




En caso de un reporte gráfico, solo se ha de seleccionar el tipo de gráfico que se 




En la gráfica se deben configurar los campos que han de definir la línea. Al igual 






El resultado preliminar del reporte. Al crear el grupo, se generará un gráfico por 









MANUAL DEL USUARIO 
 
 
Ingreso  a la plataforma a través de la página de inicio. 
 
 
Autenticación de usuario y contraseña. De ahí pasa a la pantalla de ingreso donde 
se encontrará un ícono VERIFICAR SERVICIOS.  
 
Al dar clic en él pasa a la pantalla de opciones de menú: SERVICIOS, 




En la opción SERVICIO: Se presenta al usuario la pantalla del menú de Servicio. 
En la parte superior de la interfaz se encuentran las opciones de Agregar, 
modificar, eliminar, cerrar y ayuda, elementos propios del Kernel. 
En la parte inferior del menú de opciones se encuentra el listado de servicios 
presentes en el sistema: Nombre, del servicio; Dirección IP, de la máquina donde 
este servicio reside y el Puerto, número de puerto del servicio. En la cabecera del 
listado de registros se encuentran cajas de texto para facilitar la búsqueda de 
datos por parámetros. 
 
 
Al dar clic en Agregar, pasa a una interfaz donde se ingresan los datos del nuevo  
servicio, Servicio, Dirección IP y Puerto. La caja de texto de la dirección IP solo 
permite el ingreso de números en el formato 000.000.000.000 que corresponde a 
las direcciones IP; el puerto solo permite el ingreso de caracteres numéricos. 
Luego de ingresar los datos se da clic en Guardar, de lo contrario en Cancelar 




En Modificar y Eliminar, es preciso seleccionar primero el registro y luego realizar 




En la opción CONFIGURAR SERVICIOS: Al ingresar desde el menú a la 
configuración de servicios, el usuario verá un listado de las opciones registradas 
en orden desde el último registro hecho, que es el  que toma el sistema, hasta el 
primero.  
En la parte superior se encuentra el menú propio del Kernel: Agregar, Modificar, 




Al dar clic en la opción Agregar, se mostrará la interfaz para el ingreso de nuevas 
opciones de configuración. Email, acepta caracteres pero en formato de correo 
electrónico, es decir, debe tener los caracteres arroba (@) y punto (.); Frecuencia, 
es el tiempo que el usuario considera que el sistema debe verificar los servicios y 
es dado en minutos así que solo permite el ingreso de caracteres numéricos; 
Tardanza, es el tiempo que el usuario considera como límite para que un servicio 





Para eventos como Modificar o Eliminar registros, se han deshabilitado los 
botones, permitiendo así solo el ingreso de datos. Esto permite llevar un historial 




En la opción REPORTES: Al dar clic en la opción REPORTES del menú principal,  




Al hacer clic en la opción de ALERTAS, mostrará la interfaz para el ingreso de los 
parámetros, estos son Servicio, Fecha inicial y Fecha final. Los botones Generar y 
Cancelar, para generar el reporte y para cancelar la opción. Los botones del menú 
superior propios del Kernel están deshabilitados ya que no se harán ninguna de 










Al hacer clic en la opción de GRAFICAS, mostrará la interfaz para el ingreso de los 
parámetros, estos son Servicio, Fecha inicial y Fecha final. Los botones Generar y 
Cancelar, para generar el reporte y para cancelar la opción. Los botones del menú 
superior propios del Kernel están deshabilitados ya que no se harán ninguna de 













El proceso de investigación es importante para la formación porque incentiva al 
estudiante a la exploración y la búsqueda de soluciones y conocimientos en 
diferentes entornos de trabajo. 
 
La aplicación desarrollada permite la verificación de los servicios disponibles 
en los servidores de la organización, dando a conocer al usuario, administrador 
de los servicios, a través de medios electrónicos, en caso de una falla de 
conexión de alguno de dichos servicios y, además, tener acceso a reportes del 
comportamiento de determinado servicio en determinado lapso de tiempo. 
 
JAVA es un lenguaje de programación multiplataforma con características 
ventajosas para el desarrollo de aplicaciones, dispone de API’s muy variadas y 
numerosa,  entre ellas JEE, capaces de generar Servlets, aplicaciones que 
trabajan del lado del servidor y son capaces de elaborar páginas Web 
dinámicas. También proporciona una gran variedad de paquetes para el 
desarrollo funciones específicas que cumplen tareas de diversa índole. Para la 
realización de este proyecto ser usaron las librerías net, mail, quartz yjdbc. 
 
Realizar el análisis de los requisitos es una fase trascendental en el diseño, ya 
que da al analista la oportunidad de plasmar de forma clara los requerimientos 
del sistema, especificando con claridad lo que se espera de la solución. 
 
El desarrollo de este Socket permite verificar el estado de los servicios 
indicándolo en un método con el número del puerto y la dirección IP del 
servidor donde se encuentra el servicio a evaluar. Este método permite medir 
el tiempo que tarda en responder el Socket. También tienen una excepción que 
indica cuando no recibe respuesta alguna del puerto.  
 
El paquete de librerías mail y smtp permite el envío de mensajes a través de 
protocolo smtp que es el establecido para correo electrónico con métodos que 
permiten la identificación y también excepciones para los fallos. 
 
IReport es una poderosa herramienta para la elaboración de reportes en 
diferentes formatos, en este caso para su integración en el Kernel empresarial. 
Posee una interfaz muy completa para el diseño de consultas visuales tanto 
con listado de registros como con gráficos. 

