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Controle op de Criminele Inlichtingeneenheden
Mr. S. Brinkhoff 1
1. Inleiding
Elk regionaal politiekorps beschikt over een eigen Criminele Inlichtingeneenheid (CIE).2 Dit 
onderdeel van de politie houdt zich bezig met het generen van informatie door in contact te 
treden met (criminele) informanten, het zogenaamde runnen van informanten. Informanten 
die bijvoorbeeld iets kunnen vertellen over het reilen en zeilen binnen het criminele milieu of 
een op handen staande levering van een partij harddrugs. Op basis van deze informatie, vervat 
in een CIE-proces-verbaal, kan de tactische recherche een strafrechtelijk onderzoek starten. 
Aan het op deze wijze vergaren van informatie zijn risico’s verbonden. Het gevaar bestaat dat 
de politie de regie over de informant verliest of dat door de informant opzettelijk valse 
informatie wordt verschaft om te proberen een bepaalde criminele organisatie buiten het zicht 
van de politie te houden. Daarnaast kan als mogelijk risico ook worden gedacht aan door de 
informant te ondernemen pogingen om medewerkers van de CIE, de zogenaamde runners, te 
corrumperen. Zeker nu het merendeel van de informanten zelf in het criminele milieu 
verkeren, zijn geschetste gevaren allesbehalve denkbeeldig. Het voorgaande dwingt tot een 
scherpe toetsing van de rechtmatigheid van het handelen van de CIE. Het is de vraag of 
dergelijke controle anno 2008 ten volle plaatsvindt. In dit verband dient bovendien te worden 
opgemerkt dat het afschermen van de identiteit van de informant door de CIE en de CIE- 
officier de door de verdediging en de rechter uit te oefenen controle op de rechtmatigheid, 
maar evenzeer op de betrouwbaarheid van de informant en de door hem verstrekte informatie, 
bemoeilijkt. Het bovengestelde rechtvaardigt dan ook de vraag of de huidige controle op de 
CIE wel voldoet. Ter beantwoording van die vraag wordt bezien welke interne en externe 
controlemechanismen ten aanzien van de CIE bestaan. De controle op de voorganger van de 
CIE, de Criminele Inlichtingendienst (CID), wordt hier zijdelings bij betrokken.3 Voorts 
worden aanbevelingen gedaan voor een verbeterde controle op de CIE.
2. Bestaande interne controlemechanismen
2.1. Het Hoofd CIE
De rol van het Hoofd CIE is in de loop der jaren veranderd. Dit blijkt uit de bevindingen van 
de Commissie Van Traa met betrekking tot het Hoofd CID.4 Zij constateert dat hij de centrale 
figuur was wat betreft het runnen van informanten: hij schreef de informant in, had het laatste 
woord had over de met de informant te maken afspraken en bepaalde de voorwaarden 
waaronder en de prestatie waartegen een informant informatie verstrekte. Opgemerkt wordt 
dat het Hoofd CID soms geen zicht had op hetgeen de runners afspraken met informanten.
1 Sven Brinkhoff is als promovendus en docent verbonden aan de vaksectie Straf- en Strafprocesrecht van de 
Radboud Universiteit Nijmegen.
2 Zie art. 1 onder a van de Regeling CIE, Stcrt. 2000, 198. De KLPD, Rijksrecherche en de KMAR beschikken 
daarnaast ook over een eigen CIE.
3 Zie in dit verband ook A. Patijn, ‘De controle op de criminele inlichtingendienst’, NJB 1995, p. 696 - 701.
4 Kamerstukken II  1995-1996, 24 072, nrs. 14 en 15 (bijlage V en VI bij het eindrapport ‘Inzake Opsporing’ van 
de Parlementaire Enquêtecommissie Opsporingsmethoden).
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Voorts stelt de commissie dat de binnen de CID voorgestane bescherming van de identiteit 
van de informanten maakte dat niemand daarbuiten een volledig zicht op diens activiteiten 
had. Zo hield het Hoofd CID zelfs voor de CID-officier de identiteit van de informant geheim. 
Daarnaast kwam het ook voor dat het Hoofd CID zelf informanten runde. De marginale rol 
die de CID-officier destijds speelde wat betreft de controle op het werk van de CID verklaart 
ten dele de centrale rol van het Hoofd CID.
De functie van het Hoofd CIE is een andere. Hij houdt zich bezig met de dagelijkse aansturing 
van het CIE-proces en het leiding geven aan medewerkers van de CIE. Hij runt zelf geen 
informanten, dat doen de runners. Het Hoofd CIE staat op dit punt wat meer op afstand. Hij 
verifieert de door de runners aangedragen van informanten afkomstige informatie. Aldus 
controleert hij de door de runners gegenereerde criminele inlichtingen. Hij is degene die op 
basis hiervan het CIE-proces-verbaal ondertekent en hierin vermeldt of hij de informatie 
betrouwbaar oordeelt. Dientengevolge moet hij merendeels ook als getuige bij de rechter­
commissaris of ter zitting optreden in het geval de verdediging vraagtekens plaats bij de 
rechtmatigheid van het handelen van de CIE. Een dergelijk verhoor levert in de regel vrij 
weinig op nu vragen die bijvoorbeeld de anonimiteit van de informant in gevaar brengen door 
de rechter kunnen worden belet op grond van art. 187d Sv en art. 293 Sv.5 
Het Hoofd CIE onderhoudt daarnaast de contacten met de CIE-officier. In deze verhouding is 
de veranderde rol het meest zichtbaar. De CIE-officier is eindverantwoordelijk en neemt nu 
meer dan vroeger de beslissing over tal van onderwerpen. Zo beslist de CIE-officier 
bijvoorbeeld tot het inschrijven van een informant in het informantenregister. Het Hoofd CIE 
heeft in tegenstelling tot vroeger formeel gezien een meer adviserende rol. Zo bezien is zijn 
rol gemarginaliseerd. Of dit de facto ook zo is, valt te betwijfelen. Het Hoofd CIE heeft nog 
steeds het beste zicht op het werk van de CIE. Zonder zijn adviezen is het voor de CIE- 
officier een stuk lastiger gefundeerde beslissingen te nemen. De CIE-officier is in die zin dan 
ook afhankelijk van het Hoofd CIE. Net zo goed als het Hoofd CIE op zijn beurt, in ieder 
geval ten dele, vaart op de input die de runners geven met betrekking tot de van informanten 
afkomstige informatie.
2.2. De CIE-officier
Tot het einde van de jaren 80 van de vorige eeuw vindt er vanuit het OM geen controle plaats 
op het werk van de CID. Aan het eind van de jaren 80 komt het CID-werk op als specialisme 
bij het OM en worden de eerste CID-officieren benoemd. De Commissie Van Traa schetst in 
haar eindrapport een somber beeld over onder meer de gezagsverhoudingen tussen CID- 
officier en CID, waardoor het functioneren van de CID ook voor de CID-officier 
ondoorzichtig blijft.6 Zij concludeert dat de CID teveel als autonome organisatie heeft 
gefunctioneerd zonder zich daarbij rekenschap te geven van de gezagsrelatie die het OM, in 
de functie van de CID-officier, ten aanzien van deze dienst bezit. De CID heeft zich teveel 
beroepen op vertrouwelijkheid van gegevens. Mede daardoor is een sfeer en cultuur van 
geheimzinnigheid en vertrouwelijkheid ontstaan, die schade toebrengt aan het belang van een 
rechtstatelijke opsporing. Het is zelfs voorgekomen dat de CID-officier opzettelijk gebrekkig 
of misleidend is geïnformeerd.
De commissie constateert voorts dat ook het OM tekort is geschoten in het sturen en 
controleren van de CID: de CID-officier is slecht op de hoogte van de activiteiten van de CID. 
Zo is de identiteit van de informant in het merendeel van de gevallen niet bekend bij de CID- 
officier en bekijkt hij slechts zelden informantendossiers of CID-registers. Uit het eindrapport
5 Zie in dit verband P. van der Kruijs, ‘De informant’, NJB 2001, p. 391-393.
6 Kamerstukken II  1995-1996, 24 072, nrs. 10-11 en 15 (eindrapport ‘Inzake Opsporing’ van de Parlementaire 
Enquêtecommissie Opsporingsmethoden en de bijbehorende bijlage VI).
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van de Commissie Van Traa blijkt dat CID-officieren zelf ook van mening zijn dat hun 
sturingsmogelijkheden beperkt zijn. De zogenaamde negatieve controle van de politie zou 
hierbij een rol spelen: de politie selecteert wat de CID-officier te zien krijgt. Het Hoofd CID 
beschikt over alle relevante informatie en de CID-officier is derhalve afhankelijk van hetgeen 
hem wordt verteld. Alleen bijzondere dingen worden voorgelegd aan de CID-officier en deze 
vertrouwt er maar op dat alle relevante zaken worden gemeld.
Met de inwerkingtreding van de CIE-regeling, de Instructie voor de CIE-officier en de 
Instructie CIE-registercontrole is getracht een kentering te bewerkstelligen in de rol van de 
CIE-officier.7 De CIE-officier bepaalt de kaders waarbinnen de CIE zijn werkzaamheden 
uitvoert. Tevens geeft de CIE-officier aanwijzingen, die door de CIE steeds in acht genomen 
moeten worden. Uit de Instructie CIE-registercontrole volgt verder dat de CIE-officier het 
informantenregister, het register zware criminaliteit en het voorlopig register minstens twee 
keer per jaar dient te controleren.8
Door de genoemde regeling en instructies zijn in ieder geval op schrift grotendeels de door de 
Commissie Van Traa geconstateerde manco’s in de relatie CIE-officier - CIE verholpen. 
Gezagsverhoudingen zijn helder geformuleerd en de taak van de CIE-officier is omschreven. 
De huidige CIE-officier heeft een goed beeld van de werkzaamheden van de CIE. Of de CIE- 
officier zich een meer sturende dan wel controlerende rol aanmeet, hangt af van de 
individuele CIE-officier. Al moet gezegd worden dat de instructies hem wel dwingen een 
bepaald minimum aan controle uit te oefenen. Los van het voorgaande streeft de CIE-officier 
wel dezelfde belangen na als de CIE: de bestrijding van de zware georganiseerde criminaliteit. 
Met dit in het achterhoofd kan de vraag gesteld worden of nu juist de CIE-officier de 
aangewezen persoon is om de CIE op alle onderdelen te controleren.
Verder is het nog steeds het Hoofd CIE die een beoordeling maakt over de betrouwbaarheid 
van een informant en de door hem aangedragen informatie en op basis daarvan overgaat tot 
het verstrekken van een CIE-proces-verbaal. De rol van de CIE-officier is in deze marginaal. 
Hij is er meer voor de periodieke en steekproefsgewijze controle. Dit terwijl het oordelen over 
eerdergenoemde betrouwbaarheid bij het verstrekken van een CIE-proces-verbaal van cruciaal 
belang kan zijn. Een eenmaal aan de tactische recherche verstrekt CIE-proces-verbaal kan 
immers als startinformatie dienen en vervolgens tot de aanwending van strafrechtelijke 
dwangmiddelen leiden. Mijns inziens dient de rol van de CIE-officier op dat punt te worden 
vergroot. De CIE-officier dient vaker te worden betrokken bij de uitgifte van CIE-processen- 
verbaal. Al moet hier direct bij worden vermeld dat dit een aanzienlijke verzwaring in de 
werklast van de CIE-officier oplevert.
3. Bestaande externe controlemechanismen
3.1. Rechterlijke controle
Nu een CIE-proces-verbaal de start van een strafrechtelijk onderzoek kan vormen, vervolgens 
tot de toepassing van dwangmiddelen kan leiden en onderdeel kan uitmaken van het aan de 
rechter voor te leggen strafrechtelijk dossier, is een dergelijk proces-verbaal onderhevig aan
7 Zie voor de inhoud van de instructies D. van der Bel, A.M. van Hoorn en J.J.T.M. Pieters, Informatie en 
Opsporing. Handboek informatieverwerving, -verwerking en -verstrekking ten behoeve van de 
opsporingspraktijk, Zeist: Uitgeverij Kerckebosch 2007.
8 Met de komst van de Wet politiegegevens vervalt de term informantenregister en wordt de nieuwe terminologie 
een verwerking van politiegegevens in de zin van art. 12 van de bedoelde wet. Het register zware criminaliteit 
wordt een verwerking van politiegegevens in de zin van art. 10 van dezelfde wet. Het voorlopig register wordt 
met de komst van de Wet Politiegegevens geschrapt.
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rechterlijke controle. De rechterlijke controle doet zich merendeels voor als door de 
verdediging een verweer wordt gevoerd over de start van een strafrechtelijk onderzoek op 
basis van dit CIE-proces-verbaal. Een veel gevoerd verweer ziet op de vraag of CIE- 
informatie kan leiden tot de aanname van een verdenking, de inzet van dwangmiddelen 
rechtvaardigend. Daarnaast zien verweren ook op de rechtmatigheid van de verkregen CIE- 
informatie en de ter toetsing van deze rechtmatigheid te horen rechtmatigheidsgetuige. Ten 
slotte heeft de Hoge Raad zich in enkele arresten ook uitgelaten over de vraag of CIE- 
informatie slechts als startinformatie of ook voor het bewijs mag worden gebezigd.
3.1.1. De verdenking
3.1.11. Gevallen waarin de verdenking wordt aangenomen
Reeds in de jaren 80 van de vorige eeuw oordeelt de Hoge Raad in twee arresten dat een 
onderzoek kan starten op basis van anoniem aan de politie verstrekte informatie.9 In het arrest 
uit 1981 overweegt de Hoge Raad dat het strafrechtelijk onderzoek kon starten op basis van 
een anoniem aan de politie gedane telefonische melding dat in een bepaald pand drugs zouden 
worden binnengebracht. Ook in het arrest uit 1983 oordeelt de Hoge Raad dat de verdenking 
kon worden aangenomen op grond van een anonieme mededeling aan de chef 
narcoticabrigade dat in een pand heroïne aanwezig was.
Eerst in zijn arrest van 14 september 1992 laat de Hoge Raad zich uit over de vraag of CID- 
informatie tot de start van een onderzoek kan leiden.10 In casu is het onderzoek gestart naar 
aanleiding van een bij de CID binnengekomen anonieme tip over de aanwezigheid van 15 kilo 
amfetamine in een bepaald pand. Een huiszoeking volgt en 41,3 gram amfetamine wordt 
aangetroffen. De Hoge Raad overweegt dat het niet onbegrijpelijk is dat het Hof oordeelt dat 
deze CID-informatie een redelijk vermoeden van schuld oplevert. In een arrest uit 2001 
overweegt de Hoge Raad dat, in zijn algemeenheid, de stelling onjuist is dat een redelijk 
vermoeden van aanwezigheid van wapens en munitie als bedoeld in art. 49 Wet Wapens en 
Munitie (WWM) niet uitsluitend kan berusten op als concreet aangeduide CID-informatie.11 
Aldus kan worden gesteld dat de enkele aanwezigheid van dergelijke informatie kan leiden tot 
de start van een strafrechtelijk onderzoek, het ontstaan van een verdenking en de inzet van 
dwangmiddelen. Hierbij dient wel te worden aangetekend dat wanneer het om de inzet van 
dwangmiddelen gaat, moet zijn voldaan aan de beginselen van proportionaliteit en 
subsidiariteit.12
In relatie tot het, op basis van CIE-informatie, doorzoeken van woningen op grond van art. 49 
WWM wordt nogal eens een specifiek op art. 8 EVRM toegesneden proportionaliteitsverweer 
gevoerd. Art. 8 EVRM beschermt het recht op privacy en bepaalt in het tweede lid dat hierop 
door het openbaar gezag slechts inbreuk mag worden gemaakt als dit in een democratische 
samenleving noodzakelijk is in verband met onder meer de openbare veiligheid. In de zaak 
die leidt tot het arrest van de Hoge Raad van 30 november 2004 wordt eerst 13 dagen na de 
binnenkomst van CIE-informatie tot doorzoeking overgegaan.13 De Hoge Raad overweegt dat
9 Zie hiervoor Hoge Raad 18 november 1980, NJ  1981, 125 en Hoge Raad 1 maart 1983, NJ 1983, 550.
10 Hoge Raad 14 september 1992, NJ 1993, 83. In navolging van dit arrest wordt in de lagere jurisprudentie ook 
geoordeeld dat CIE-informatie tot de start van een strafrechtelijk onderzoek kan leiden. Zie hiervoor 
bijvoorbeeld Hof Den Haag 6 oktober 2003, LJN  AN8754, Rb. Zutphen 6 september 2006, LJN  AY7627 en Rb. 
Utrecht 3 april 2008, LJN  BC8607.
11 Hoge Raad 25 september 2001, NJ 2002, 97. Zie hiervoor bijvoorbeeld ook Rb. Utrecht 10 maart 2005, LJN  
AS9913.
12 Zie Hof Den Bosch 25 september 2007, LJN BB4256 en Rb. Den Bosch 8 april 2008, LJN  BC8760.
13 Hoge Raad 30 november 2004, N J  2006, 355. Zie de conclusie van P-G Fokkens bij dit arrest voor een 
andersluidend oordeel.
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art. 8 EVRM niet steeds een rechterlijke machtiging voor een doorzoeking vereist: toepassing 
van art. 49 WWM levert dus niet direct een schending van art. 8 EVRM op. Niettemin kunnen 
omstandigheden van het geval meebrengen dat toepassing van art. 49 WWM zonder 
rechterlijke machtiging de met het oog op art. 8 EVRM aan te leggen proportionaliteitstoets 
niet kan doorstaan. De enkele omstandigheid dat 13 dagen tussen de CIE-informatie en de 
doorzoeking zat, maakt echter niet dat de doorzoeking niet in redelijke verhouding stond tot 
het daarmee beoogde doel. De Hoge Raad oordeelt in een eerdere zaak ook al dat het Hof 
terecht heeft geconcludeerd dat de doorzoeking noodzakelijk was in een democratische 
samenleving.14 De rechtbank Almelo oordeelt in dit verband overigens anderszins.15 In die 
zaak wordt eerst 5 weken na binnengekomen CIE-informatie overgegaan tot een doorzoeking 
ex art. 49 WWM. De rechtbank overweegt dat het in dat geval op de weg van politie en OM 
ligt om voor de doorzoeking een rechterlijke machtiging te verkrijgen. Een en ander leidt tot 
strafvermindering.
Vaak is het zo dat er naast de CIE-informatie ook informatie beschikbaar is uit andere 
(politie)bronnen of dat bijvoorbeeld technisch bewijs voorhanden is, voordat een onderzoek 
wordt gestart of dwangmiddelen worden ingezet. Zo wordt het redelijk vermoeden in het 
vonnis van de Rechtbank Groningen, naast de aanwezige CIE-informatie, mede gestoeld op 
het feit dat er belastende observaties en telefoontaps zijn.16 Wel kunnen in sommige gevallen 
vraagtekens worden geplaatst bij de waarde van de aanvullende informatie. Zo is bijvoorbeeld 
het feit dat uit het GBA blijkt dat een persoon inderdaad op het in het CIE-proces-verbaal 
genoemde adres woonachtig is, bezwaarlijk als bevestiging te zien van het feit dat deze 
persoon 10 kilo cocaïne op zijn zolder heeft liggen. Aan de andere kant kan worden gezegd 
dat hiermee de informatie wel ten dele is bevestigd, al is het strafwaardige gedrag aldus 
onbevestigd gebleven.
Soms wordt de verdenking ook mede gebaseerd op eerdere strafrechtelijke veroordelingen. Zo 
overweegt het Hof Den Bosch dat de CID-informatie, in combinatie met het feit dat ten 
aanzien van de verdachte eerdere strafrechtelijk documentatie met betrekking tot de handel in 
verdovende middelen bekend is, voldoende grond oplevert voor verdenking van 
betrokkenheid bij de handel in verdovende middelen.17 Hetzelfde Hof overweegt in het arrest 
van 29 april 2003 zelfs dat onder andere bevelen tot observatie mogen worden gegeven op 
basis van CIE-informatie en informatie uit BPS die betrekking heeft op feiten waarvoor de 
verdachte is vrijgesproken.18 Ik begrijp dat eerdere (relevante) strafrechtelijke veroordelingen 
voor politie en officier van justitie mee kunnen wegen in de aanname van een verdenking, 
maar dat de rechter dit vervolgens ook in een arrest opneemt, vind ik opmerkelijk. Ik verwijs 
hierbij naar het arrest van het EHRM in de zaak Fox, Campbell & Hartley. Hierbij moet 
worden gezegd dat de vergelijking niet helemaal opgaat nu het in de arresten van het Hof Den 
Bosch telkens ging om informatie die ten grondslag ligt aan bevelen tot observatie en het 
arrest van het EHRM ziet op informatie die de basis vormt voor de arrestatie van verdachten. 
Het EHRM overweegt in het aangehaalde arrest dat het feit dat twee van de klagers reeds 
eerder waren veroordeeld voor terroristische misdrijven niet de enige basis kan vormen van 
een verdenking zeven jaar later en oordeelt dat er aldus onvoldoende is om de verdenking in 
de zin van art. 5 lid 1 onder c EVRM op te baseren.19 Gelet op laatstgenoemd arrest betwijfel 
ik of de Bossche arresten op dit punt stand kunnen houden.
14 Hoge Raad 25 september 2001, NJ 2002, 97. Zie in dit verband ook Hof Den Bosch 25 september 2007, LJN  
BB 4256.
15 Rb. Almelo 26 september 2008, LJN  BF8922.
16 Rb. Groningen 6 maart 2008, LJN  BC6010.
17 Hof Den Bosch 23 juli 2003, LJN  AO9528.
18 Hof Den Bosch 29 april 2003, LJN  AO9041.
19 EHRM 30 augustus 1990, nr. 12244/86 (Fox, Campbell & Hartley). Zie in dit verband ook M. Aksu, 
Straatsburgse kaders voor terrorismebestrijding (diss. Nijmegen RU), Nijmegen: WLP 2007.
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Ook het bestaan van meerdere CIE-processen-verbaal, afkomstig van meerdere informanten 
en verzameld gedurende een langere periode levert in de ogen van de Rechtbank Haarlem een 
redelijk vermoeden van schuld op, het afgeven van een tapmachtiging rechtvaardigend.20 Het 
naast de CIE-informatie bestaan van gelijkluidende informatie van de M-lijn, maakt in de 
ogen van de Rechtbank Maastricht, dat er voldoende aanwezig is om de in art. 9 Opiumwet 
(OW) neergelegde bevoegdheid uit te oefenen. Dit terwijl niet valt uit te sluiten dat de bron 
van de CIE-informatie ook de bron vormt van de informatie van de M-lijn en er dus de facto 
sprake kan zijn van informatie afkomstig uit slechts één bron. Gezegd kan worden dat het 
aldus riskant is om de bevestiging van mogelijk strafwaardig gedrag te ontlenen aan twee 
anonieme bronnen.
Dat het Hoofd CIE in zijn proces-verbaal aangeeft zich geen oordeel te hebben kunnen 
vormen over de betrouwbaarheid van de door de informant gegeven informatie, leidt er ook 
niet in alle gevallen toe dat rechters anders oordelen over het bestaan van een verdenking. 
Overigens dient hier wel bij te worden vermeldt dat een dergelijke classificatie ook wordt 
gegeven als de informant voor het eerst informatie aanlevert. Zo blijkt uit het arrest van het 
Hof Amsterdam dat, ondanks dat geen oordeel over de betrouwbaarheid van de CIE- 
informatie kon worden gegeven, de rechter-commissaris in redelijkheid heeft kunnen 
beslissen tot het verlenen van tapmachtigingen.21
Uit de jurisprudentie vloeit voort dat als vereiste wel wordt gesteld dat de CIE-informatie 
voldoende concreet dient te zijn om onder meer tot de start van een onderzoek te kunnen 
leiden.22 Wat onder voldoende concrete informatie wordt verstaan verschilt. Zo oordeelt het 
Hof Arnhem de CIE-informatie dat de verdachte binnen enkele weken per schip een grote 
partij cocaïne binnen krijgt, voldoende concreet voor het ontstaan van een redelijk vermoeden 
van schuld ter zake invoer van cocaïne.23 Pikant detail bij deze zaak is overigens dat de CIE 
geen oordeel kon geven over de betrouwbaarheid van de gegeven informatie. De Rechtbank 
Amsterdam verwerpt in dit verband het verweer waarin wordt gesteld dat geen tapmachtiging 
had mogen worden afgegeven door onder meer te overwegen dat de CIE-informatie, waarin 
een locatie van een drugspand wordt doorgegeven en drie namen en twee telefoonnummers 
worden genoemd, recent en concreet was.24
Dat het naast concrete ook om recente informatie moet gaan, wordt niet vereist. In de 
strafzaak die tot het arrest van de Hoge Raad van 1 februari 2000 leidt, komt begin december 
CID-informatie binnen dat bij verdachte vuurwapens en munitie aanwezig zouden zijn.25 
Eerst twee maanden later vindt een huiszoeking plaats en worden de wapens inderdaad 
aangetroffen. Gesteld wordt dat door het tijdsverloop geen sprake meer is van een verdenking. 
De Hoge Raad verwerpt het verweer en overweegt dat de verdenking niet enkel door 
tijdsverloop is vervallen. Zie in dit verband ook het vonnis van de Rechtbank Roermond.26 De 
CIE-informatie zag in casu op de aanwezigheid van een vuurwapen. Het feit dat de 
doorzoeking op grond van art. 49 WWM plaatsvindt een maand na binnenkomst van deze 
informatie maakt niet dat hierdoor de verdenking is komen te vervallen.
20 Rb. Haarlem 23 november 2004, LJN  AR7374.
21 Hof Amsterdam 11 november 2002, LJN  AN9549. Zie in dit verband ook Hof Arnhem 15 februari 2006, LJN  
AV4231 en Rb. Assen 28 juni 2005, NbSr 2005, 303.
22 Zie de conclusie van A-G Wortel bij het arrest van de Hoge Raad van 21 oktober 2003, LJN  AH9998. Zie 
voorts bijvoorbeeld ook Hof Amsterdam 7 mei 2004, NbSr 2004, 406 en Rb. Haarlem 27 november 2006, LJN  
AZ3147.
23 Hof Arnhem 15 februari 2006, LJN  AV4231.
24 Rb. Amsterdam 8 maart 2007, NbSr 2007, 142.
25 Hoge Raad 1 februari 2000, NJ  2000, 264.
26 Rb. Roermond 9 augustus 2006, LJN  AY5755. Zie voor andere voorbeelden Hof Amsterdam 26 juni 2002, 
NbSr 2002, 224 en Rb. Den Bosch 11 maart 2008, LJN  BC6213.
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De Hoge Raad laat aldus wat betreft de aanname van de verdenking op basis van CIE- 
informatie veel ruimte voor de feitenrechter. Enerzijds is dit wenselijk nu in sommige 
gevallen nu eenmaal onverwijld moet worden opgetreden door politie en OM, ook al is dit 
slechts op basis van een CIE-proces-verbaal. De feitenrechter dient in een dergelijk geval de 
armslag te hebben om dit achteraf te billijken. Anderzijds brengt deze jurisprudentie wel 
risico’s met zich. Zij maakt immers dat onderzoeken puur en alleen gestart kunnen worden op 
basis van anonieme en daardoor (deels) oncontroleerbare informatie. Dit vergroot de kans dat 
ten onrechte dwangmiddelen worden ingezet tegen onschuldige burgers. De Hoge Raad doet 
dan ook meer recht aan zijn controlerende taak als hij in voorkomende gevallen strenger toetst 
of wel sprake was van een verdenking. In dit verband valt bijvoorbeeld te denken aan het 
stellen van de eis dat aanvullend onderzoek dient plaats te vinden in die gevallen waarin de 
CIE-informatie niet noopt tot onverwijld ingrijpen.
3.1.1.2. Gevallen waarin de verdenking niet wordt aangenomen
De gevallen waarin geen verdenking wordt aangenomen zijn schaars. Wat opvalt, is dat de 
voorhanden zijnde uitspraken redelijk recent zijn. Zo wordt in de zaak die ten grondslag ligt 
aan het vonnis van de Rechtbank Maastricht de woning van de verdachte doorzocht enkel op 
basis van CIE-informatie inhoudende dat harddrugs in zijn woning zijn opgeslagen.27 De 
rechtbank oordeelt dat deze informatie ontoereikend is als basis voor de uitoefening van 
bevoegdheden die gepaard gaan met inbreuken op grond- en vrijheidsrechten van burgers, 
zoals het betreden en doorzoeken van een woning. Nu uit het dossier niet blijkt dat op enige 
wijze is getracht de CIE-info in het kader van de opsporing eerst op een minder vergaande 
wijze te concretiseren, wordt de doorzoeking onrechtmatig geacht en de resultaten van de 
doorzoeking uitgesloten van het bewijs. Een en ander resulteert in vrijspraak voor de 
verdachte.
Het Hof Den Bosch heeft zich in twee arresten uitgelaten over CIE-informatie, waarvan het 
Hoofd CIE geen betrouwbaarheidsoordeel kon geven. In het arrest van 25 januari 2008 ziet de 
CIE-informatie op de aanwezigheid van een vuurwapen in de woning van verdachte.28 Deze 
informatie wordt slechts aangevuld met een adresonderzoek, waaruit blijkt dat de verdachte 
daadwerkelijk daar woont. Tijdens de daaropvolgende doorzoeking op grond van art. 49 
WWM wordt geen vuurwapen, maar wel een hennepkwekerij aangetroffen. Het Hof oordeelt 
dat de CIE-info onvoldoende concreet en niet genoegzaam is getoetst om de grondslag te 
kunnen bieden voor een verdenking ex art. 49 WWM: nader onderzoek had plaats moeten 
vinden, temeer nu de CIE geen oordeel kon geven over de betrouwbaarheid van de informatie. 
Het binnentreden wordt dientengevolge onrechtmatig geacht en het daardoor verkregen 
bewijs uitgesloten. Ten overvloede overweegt het Hof dat een andere benadering tot gevolg 
kan hebben dat een onvoldoende concrete en niet genoegzaam getoetste melding tot 
toepassing van verstrekkende strafvorderlijke bevoegdheden kan leiden, waarmee onder meer 
inbreuk wordt gemaakt op art. 8 EVRM.
In het andere arrest van het Hof Den Bosch ziet het CIE-proces-verbaal op het feit dat de 
verdachte vanuit het huis van zijn vriendin handelt in cocaïne en weed.29 Het Hof overweegt 
wederom dat nu het Hoofd CIE geen oordeel kan geven over de betrouwbaarheid van de 
informatie dit, zonder nader onderzoek, onvoldoende is voor het redelijk vermoeden of het 
inzetten van dwangmiddelen. Dit leidt op grond van art. 359a Sv tot bewijsuitsluiting van de 
door de betreding gevonden verdovende middelen, met een vrijspraak als gevolg. Ten 
overvloede overweegt het hof nog dat er geen sprake was van acute dreiging voor personen of
27 Rb. Maastricht 5 juli 2006, LJN  AY5708.
28 Hof Den Bosch 25 januari 2008, LJN  BC5433.
29 Hof Den Bosch 2 april 2008, LJN  BC9483.
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goederen en dat daarom onmiddellijk ingrijpen niet nodig was. Het Hof geeft hiermee aan dat 
niet is voldaan aan het vereiste van proportionaliteit.
3.1.2. Controle op de rechtmatigheid van het handelen van de CIE
In het CIE-proces-verbaal wordt de bron van de informatie, de informant, afgeschermd. Het 
door de informant verstrekken van informatie levert immers gevaar voor hem of derden op. 
Slechts bij de CIE, en bij de CIE-officier indien deze erom verzoekt, is de identiteit van de 
informant bekend. Nu de informatie afkomstig is van een voor de verdediging anoniem 
gebleven bron, worden nogal eens vraagtekens geplaatst bij de rechtmatigheid van de door de 
CIE verkregen informatie. Ter toetsing hiervan kan een zogenaamde rechtmatigheidsgetuige 
worden gehoord.30 Een rechtmatigheidsgetuige in dit verband is een getuige die iets kan 
verklaren over de vraag of de CIE rechtmatig is opgetreden. Dit kan van belang zijn gelet op 
een aan onrechtmatig handelen te verbinden strafprocessueel gevolg op grond van art. 359a 
Sv. Aan een dergelijke getuige worden echter ook wel vragen gesteld die zien op de 
betrouwbaarheid van de informant en de door hem verstrekte informatie. Veelal wordt in dit 
verband het Hoofd CIE gehoord. Het komt echter ook voor dat de CIE-officier, de runners of 
in zeer uitzonderlijke omstandigheden zelfs de informant wordt gehoord, althans dat daar door 
de verdediging een verzoek toe wordt gedaan. In een enkel geval wordt in dit verband 
verzocht een teamleider van de tactische recherche te horen. De verdediging kan ter toetsing 
van de rechtmatigheid ook een verzoek doen tot inzage in interne stukken van de CIE.
3.1.2.1. CIE-informatie: startinformatie o f bewijsmiddel
Informatie van de CIE wordt in veruit de meeste gevallen gebruikt als startinformatie, maar 
soms bezigt de rechter dergelijke informatie daarnaast ook voor het bewijs. In verband met 
het verschil in controle op het gebruik van dergelijke informatie, is de uitspraak van het 
EHRM in de zaak Kostovski van belang.31 Het EHRM overweegt in dit arrest dat het EVRM 
niet uitsluit dat in de onderzoeksfase voorafgaand aan de terechtzitting gebruik wordt gemaakt 
van anonieme bronnen, maar dat het vervolgens gebruiken van anonieme verklaringen als 
voldoende bewijs voor een veroordeling een andere zaak is. De rechten van de verdediging 
worden daardoor beperkt in een mate die onverenigbaar is met art. 6 EVRM.
Bezien we deze overweging van het EHRM in het licht van het CIE-proces-verbaal, dan kan 
gesteld worden dat in het geval dit proces-verbaal slechts als startinformatie wordt gebruikt 
een minder zwaarwegende toetsing mogelijk is. In de context van art. 6 EVRM kan dan 
worden volstaan met het horen van een rechtmatigheidsgetuige. Een en ander volgt ook uit 
een, door de Hoge Raad in stand gelaten, arrest van het Amsterdamse Hof waarin een verzoek 
tot het horen van de informant ter zitting wordt afgewezen nu het Hoofd CIE reeds ter zitting 
heeft verklaard over zijn betrouwbaarheid.32 De Hoge Raad overweegt dat het Hof een juiste 
beslissing heeft genomen door te oordelen dat de betrouwbaarheid van de informant aldus 
voldoende aannemelijk is geworden. In twee andere arresten maakt de Hoge Raad zelfs uit dat 
het horen van een rechtmatigheidsgetuige achterwege kan worden gelaten, nu de verdachte 
hierdoor redelijkerwijs niet in zijn verdediging is geschaad.33
Wordt het CIE-proces-verbaal echter voor het bewijs gebruikt, dan is dergelijke informatie op 
grond van art. 6 EVRM onderhevig aan een volledige toetsing: de betrouwbaarheid van de 
informant zal dan moeten worden getoetst indien de verdediging hier om verzoekt. De
30 Zie in dit verband ook Y. Buruma, ‘De rechtmatigheidsgetuige’, DD 2000, p. 859-874.
31 EHRM 20 november 1989 (Kostovski), N J  1990, 245.
32 Hoge Raad 19 januari 1999, NJ 1999, 253.
33 Hoge Raad 14 september 1992, NJ 1993, 83 en Hoge Raad 5 december 1995, NJ  1996, 422.
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bewezenverklaring zal daarnaast niet uitsluitend gebaseerd mogen worden op het bewuste 
proces-verbaal. In dit verband moet wel worden aangetekend dat de Hoge Raad in een drietal 
arresten andersluidend heeft geoordeeld, al ging het hier overigens telkens wel om een 
veronderstelt motiveringsgebrek.34 De Hoge Raad overweegt dat het Hof het CIE-proces- 
verbaal telkens heeft gebruikt om tot uitdrukking te brengen wat de aanleiding is geweest 
voor het instellen van het onderzoek nu dat proces-verbaal niets bevat wat bijdraagt aan het 
bewijs van hetgeen ten laste van de verdachte bewezen is verklaard en de bewezenverklaring 
volledig kan worden afgeleid uit de inhoud van de overige bewijsmiddelen. De 
bewezenverklaring is dan ook zonder dit bewijsmiddel toereikend gemotiveerd. De Hoge 
Raad brengt aldus een verdere differentiatie aan: slechts als uit het in de bewijsconstructie 
opgenomen CIE-proces-verbaal bewijs van het ten laste gelegde voortvloeit, dient dit extra te 
worden gemotiveerd en is een volledige toetsing noodzakelijk.
De volledige toetsing kan geschieden door het horen van de informant. De informant wordt 
als getuige aangemerkt en de verdediging heeft op grond van artikel 6 lid 3 onder d EVRM 
het recht een getuige á charge te doen ondervragen. De verdediging zal in een dergelijk geval 
trachten de betrouwbaarheid van deze getuige aan te tasten. Overduidelijk levert dit verhoor 
frictie op met het belang van afscherming van de informant. In verband hiermee is het arrest 
van het EHRM in de zaak Kok van belang.35 In casu is de informant anoniem gehoord met 
gebruikmaking van de bedreigde getuigenregeling van art. 226a - 226f Sv.36 Het EHRM 
overweegt dat de beslissing om de identiteit geheim te houden op voldoende gronden is 
gebaseerd, waarbij van belang is dat bij het nemen van deze beslissing niet alleen informatie 
die door de getuige zelf is verschaft is betrokken, maar ook achtergrondinformatie die via 
politiebronnen is verkregen. Er bestond aldus voldoende reden om de identiteit geheim te 
houden, daarbij is mede van belang dat de getuige geen agent was wiens identiteit om 
operationele redenen verborgen moest blijven. Van belang is verder dat de veroordeling van 
klager niet uitsluitend op de getuigenverklaring van de anonieme getuige is gebaseerd: er is 
een aanzienlijke hoeveelheid ander bewijsmateriaal waaruit kan worden afgeleid dat klager 
schuldig is. Het EHRM oordeelt ten slotte dat de procedure die is gevolgd bij het horen van de 
anonieme getuige als voldoende zorgvuldig kan worden beschouwd, zodat kan worden 
geconcludeerd dat de verdedigingsrechten voldoende zijn gerespecteerd.
In relatie tot het voorgaande wijs ik nog op de uitspraak van het EHRM in de zaak Fitt.37 Het 
EHRM overweegt in die zaak dat het recht op kennisneming van al het relevante 
(bewijs)materiaal niet absoluut is. De bescherming van getuigen of geheimhouding van 
opsporingsmethoden kan prevaleren boven de belangen van de verdediging. Dergelijke 
beperkingen van de verdedigingsrechten moeten wel strikt noodzakelijk zijn en bovendien 
worden gecompenseerd door een goede rechterlijke procedure. In casu kenmerkte de goede 
rechtelijke procedure zich, doordat de zittingsrechter verplicht was continu te beoordelen of 
met het achterhouden van het materiaal nog wel sprake was van een eerlijk proces. 
Concluderend kan worden gesteld dat de in het CIE-proces-verbaal vervatte informatie voor 
het bewijs kan worden gebezigd, indien voor de verdediging de mogelijkheid heeft bestaan 
om de informant te (doen) horen en de rechter de bewezenverklaring niet uitsluitend of in 
beslissende mate baseert op dit proces-verbaal en de nadien door de informant afgelegde 
getuigenverklaring.
34 Hoge Raad 1 juli 2003, LJN  AF8069, Hoge Raad 18 november 2003, LJN  AJ0517 en Hoge Raad 31 augustus 
2004, NJB 2004, p. 1810.
35 EHRM 4 juli 2000 (Kok), EHRC 2000, 71.
36 Zie in verband met het horen van de informant als bedreigde getuige J.L.M. Boek en A.M. van Hoorn, 
‘Bedreigde getuigen binnen en buiten de strafvordering’, DD 1995, p. 1041-1055.




In veruit de meeste gevallen zal een CIE-proces-verbaal slechts als startinformatie worden 
gebruikt en kan worden volstaan met het al dan niet horen van een rechtmatigheidsgetuige bij 
de rechter-commissaris of ter zitting. Gaat het om het horen van het Hoofd CIE of een runner, 
dan komt hen niet het in art. 218 Sv neergelegde verschoningsrecht toe, zo blijkt uit een arrest 
van de Hoge Raad.38 Wel kan door de rechter-commissaris op grond van art. 187d Sv of de 
zittingsrechter op grond van art. 293 Sv worden belet dat deze getuige antwoord geeft op 
gestelde vragen.39 Ter motivering van deze beslissing kan dan worden gesteld dat bij 
beantwoording van de vraag een zwaarwegend opsporingsbelang zal worden geschaad. Ook 
de officier van justitie kan op deze grond vorderen dat het geven van antwoorden op vragen 
door de rechter wordt belet. Hij kan echter niet aan politieambtenaren opdragen dat zij op 
bepaalde vragen geen antwoord mogen geven. Een en ander blijkt uit een zaak waarin de 
CID-officier aan ter zitting te horen runners verbood vragen te beantwoorden die konden 
leiden tot het openbaar worden van de identiteit van de informant.40
Het verzoek tot het horen van getuigen omtrent de rechtmatigheid gaat in de regel uit van de 
verdediging. Stelt de verdediging echter geen feiten en omstandigheden op grond waarvan 
zou moeten worden geoordeeld dat de CIE-informatie niet op rechtmatige wijze is verkregen 
of worden deze niet aannemelijk, dan is de rechter geneigd een dergelijk verzoek naast zich 
neer te leggen.41 De rechter legt hierbij het criterium van art. 288 lid 1 onder c Sv aan, 
inhoudende dat de verdachte door de weigering de getuige op te roepen redelijkerwijs niet in 
zijn verdediging wordt geschaad.42
Mijns inziens kunnen vraagtekens worden geplaatst bij het op deze manier afwijzen van een 
verzoek tot het horen van getuigen. De verdediging probeert immers door middel van de te 
horen rechtmatigheidsgetuige aan het licht te brengen dat zich mogelijk onrechtmatigheden 
hebben voorgedaan in het handelen van de CIE. Voorafgaand aan deze verhoren is het voor 
de verdediging niet eenvoudig om feiten en omstandigheden aannemelijk te maken die wijzen 
op een onrechtmatigheid, daar zijn juist de verhoren voor nodig. Als de rechter het verzoek 
afwijst door te overwegen dat een mogelijke onrechtmatigheid niet aannemelijk is geworden, 
lijkt sprake van een cirkelredenering. Er wordt meer recht gedaan aan de belangen van de 
verdediging als de rechter op dit punt wat soepeler oordeelt. Wel kan als sterk tegenargument 
worden ingebracht dat dit tot ongewenste ‘fishing expeditions’ van de advocatuur zal leiden: 
het zoeken naar veronderstelde onrechtmatigheden, terwijl hier in het geheel geen sprake van 
is.
Het komt ook voor dat politie en CIE-officier weigeren de identiteit van een op te roepen 
informant prijs te geven en zo de mogelijkheid van een verhoor frustreren. Dit kan zich zelfs 
voordoen als voorgesteld wordt de informant te horen met toepassing van de bedreigde 
getuigenregeling van art. 226a - 226f Sv. Mogelijke drijfveer hierachter kan zijn het feit dat 
de enkele afwezigheid van de informant op het moment van afleggen van de verklaring al 
leidt tot het door de verdachte kunnen vaststellen van zijn identiteit. De strafprocessuele 
sanctie die hierop kan volgen is de niet-ontvankelijkheid van het OM.43 Niettemin vernietigde
38 Hoge Raad 17 maart 1981, N J  1981, 382.
39 Hoge Raad 17 maart 1981, N J  1981, 382, Hoge Raad 2 maart 1982, NJ  1982, 460 en Hoge Raad 5 oktober 
1982, N J  1983, 297.
40 Hoge Raad 8 september 1998, NJ 1998, 879.
41 Zie hiervoor bijvoorbeeld Hof Amsterdam 9 juni 1994, NJ 1994, 709, Rb. Haarlem 12 oktober 2001, LJN  
AD4599 en Hof Arnhem 5 november 2004, LJN  AR5229.
42 Zie hiervoor bijvoorbeeld Hoge Raad 5 december 1995, NJ 1996, 422 en Hoge Raad 12 februari 2002, NbSr 
2002, 108.
43 Hof Den Bosch 20 december 2007, NbSr 2008, 51.
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het Hof Arnhem het vonnis van de Rechtbank Almelo, waarin tot niet-ontvankelijkheid werd 
overgegaan nadat de officier van justitie weigerde twee informanten als getuigen op te 
roepen.44 Het hof overweegt dat, gelet op het transparanter geregeld vooronderzoek, de door 
de rechter aan te leggen rechtmatigheidstoets minder dwingend is geworden en van de 
verdediging gevergd mag worden dat deze indicaties aanreikt omtrent enige in het onderzoek 
plaatsgevonden hebbende onrechtmatigheid. Voorts overweegt het Hof dat het horen van de 
informanten in casu niet nodig is en dat bijzondere omstandigheden die ertoe kunnen leiden 
dat informanten als getuigen moeten worden gehoord, door de raadsman niet aannemelijk zijn 
gemaakt. De rechtmatigheid en de betrouwbaarheid van de informatie van de informanten 
heeft de raadsman kunnen toetsen tijdens het verhoor van de verbalisanten.
3.1.2.3. Inzien van interne stukken
Naast het verzoek tot het horen van getuigen kan de verdediging ook verzoeken tot het inzien 
van interne stukken van de CIE ter toetsing van de rechtmatigheid. Het gaat dan om de door 
de runners opgemaakte journaals omtrent hun contacten en bevindingen in relatie tot een 
informant. In verband hiermee is het allereerst goed om het eerder aangehaalde arrest van het 
EHRM in de zaak Fitt in herinnering te brengen. Het EHRM bepaalde in dit arrest dat bepaald 
(bewijs)materiaal aan de verdediging kan worden onthouden om op die manier rechten van 
een ander te beschermen of een belangrijk algemeen belang (waaronder opsporingsbelangen) 
te garanderen.
De Hoge Raad laat zich in zijn arrest van 5 december 2000 uit over deze materie.45 In casu 
wijst het H of het verzoek van de verdediging tot inzage in de journaals van de runners af nu 
de runners reeds ter zitting zijn gehoord. De Hoge Raad gaat hier in mee en verwijst naar de 
conclusie van de A-G. Deze overweegt dat als er geen reden is te twijfelen aan de juistheid 
van de verklaringen van de runners over hetgeen de journaals inhouden, daarmee de inhoud 
van die journaals bekend is en deze dus niet hoeven te worden ingezien. In dit verband is ook 
het tussenarrest van het H of Arnhem in de zogenaamde Goudsnip-zaak interessant.46 Het hof 
overweegt dat de journaals, gelet op hun functie en het vertrouwelijke karakter, in beginsel 
slechts voor intern gebruik bestemd zijn. Bij de controle op de rechtmatigheid kan, zoals in 
deze zaak ook is gebeurd, dikwijls worden volstaan met indirecte wijzen van toetsing, zoals 
het horen van het Hoofd CIE of de runners. Gelet op de tegenstrijdigheden in verklaringen 
van een runner en de informant komt het H of in casu overigens tot het oordeel dat de 
journaals aan het dossier dienen te worden toegevoegd.
3.2. Politieke controle
In de jaren 90 van de vorige eeuw heeft de politiek, blijkens de rapporten van de Commissies 
Van Traa en Kalsbeek, het handelen en functioneren van onder meer de CID onder de loep 
genomen en hier aldus controle op uitgeoefend.47 In het onderstaande wordt, in aanvulling 
hierop, stilgestaan bij de uitdrukkelijke aanbevelingen van de Commissie Van Traa om de 
werkzaamheden van de toenmalige CID en de omgang met informanten wettelijk te 
normeren. De politieke belangstelling lijkt in de daaropvolgende jaren afgenomen. 
Waarschijnlijk mede ingegeven door de (deels onterechte) gedachte dat als voortvloeisel van 
de bevindingen van genoemde commissies, de opsporing (waaronder het handelen van de 
CIE) heden ten dagen afdoende is genormeerd en wordt gecontroleerd door onder meer de
44 Hof Arnhem 25 september 2002, LJN  AE8066.
45 Hoge Raad 5 december 2000, NJ 2001, 206.
46 Hof Arnhem 16 juni 2007, LJN  BA7274.
47 Zie voor het rapport van de Commissie Kalsbeek Kamerstukken II  1998-1999, 26 269, nrs. 4-5.
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inwerkingtreding van de Wet BOB, de geconcipieerde richtlijnen en instructies en de 
herstelde gezagsrelaties. Politieke controle doet zich incidenteel nog voor als Tweede- 
Kamerleden met betrekking tot het handelen van de CIE vragen stellen aan de 
verantwoordelijke ministers. Deze controlemogelijkheid is als onwenselijk te zien. Tweede- 
Kamerleden moeten zich in beginsel ver houden van bemoeienissen met individuele 
strafzaken.
3.2.1. De CIE-regeling
De door de Commissies Van Traa en Kalsbeek voorgestane wettelijke regeling omtrent de 
werkzaamheden van de CID komt er in 2000 ten dele met de inwerkingtreding van de 
Regeling criminele inlichtingen eenheden (CIE-regeling).48 In deze regeling wordt vooral 
ingegaan op de taken van de CIE: het vergaren, verwerken en verstrekken van criminele 
inlichtingen ten behoeve van opsporingsonderzoeken en het verkrijgen van inzicht in aard en 
omvang van de zwaardere vormen van criminaliteit. In de regeling wordt nauwelijks ingegaan 
op de op de CIE uit te oefenen controle. De regeling bepaalt slechts dat de CIE-officier 
verantwoordelijk is voor de taakuitoefening van de CIE. Zoals eerder opgemerkt, wordt de 
controlerende rol van de CIE-officier in twee instructies nader uitgewerkt.
In dit verband merk ik op dat de Instructie voor de CIE-officier de zaaksofficier een min of 
meer controlerende rol toebedeeld in relatie tot de CIE-officier: de CIE-officier verleent 
ondersteuning aan de tactische recherche en aan de zaaksofficier en draagt er zorg voor dat de 
zaaksofficier wordt ingelicht over relevante CIE-activiteiten. Hoewel aldus de verhouding op 
papier helder is omschreven, zal in de praktijk de CIE-officier de zaaksofficier maar zeer 
beperkt in kunnen lichten over de verrichte CIE-activiteiten. Het belang van afscherming van 
de identiteit van de informant maakt immers dat de CIE-officier slechts aan zal kunnen geven 
dat zich geen onrechtmatigheden hebben voorgedaan en dat hij achter het uitgegeven CIE- 
proces-verbaal staat. De wetenschap van de zaaksofficier over de achtergrond van het 
uitgegeven CIE-proces-verbaal is dus per definitie (zeer) onvolledig en in die zin kan hij de 
facto de CIE-officier niet controleren.
3.2.1. Het runnen van informanten: art. 2 Politiewet 1993 of art. 126v Sv
De Commissie Van Traa is stellig in haar aanbeveling wat betreft het gebruik van 
informanten: nu het een zeer complexe en met risico’s omgeven opsporingsmethode is, dient 
het een wettelijke basis te krijgen. In de memorie van toelichting bij de Wet BOB is deze 
aanbeveling nader uitgewerkt: opsporingsmethoden die zeer risicovol zijn voor de integriteit 
en beheersbaarheid van de opsporing, dan wel die inbreuk maken op grondrechten van 
burgers, behoeven een voldoende specifieke wettelijke basis.49 Hoewel aldus de integriteit 
van de opsporing een belangrijke rol lijkt te spelen, geeft Buruma weer dat in de Wet BOB 
met name is getracht de opsporing ‘Straatsburg-proof te maken: het zwaartepunt ligt bij het 
in art. 8 EVRM neergelegde recht op privacy.50
Het hiervoor gestelde gaat ook op bij het runnen van informanten. In de memorie van 
toelichting bij de Wet BOB wordt gesteld dat een wettelijke basis alleen is vereist als bij het 
stelselmatig inwinnen van inlichtingen over een persoon een kans bestaat dat de privacy van 
die persoon wordt geschonden. Art. 126v Sv bepaalt vervolgens dat een bevel van de officier
48 Stcrt. 2000, 198.
49 Kamerstukken II  1996-1997, 25 403, nr. 3.
50 Y. Buruma, Buitengewone opsporingsmethoden, Deventer: W.E.J. Tjeenk Willink 2001, Y. Buruma, 
‘Stelselmatig, een sleutelbegrip in de Wet BOB’, NJCM-Bulletin 2000, p. 649-658 en Y. Buruma, ‘Afspraken 
met criminelen’, DD 1999, p. 584-600.
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van justitie slechts is vereist indien een informant stelselmatig informatie levert over een 
verdachte of een persoon ten aanzien van wie het redelijk vermoeden bestaat dat deze is 
betrokken bij het in het georganiseerd verband beramen of plegen van misdrijven. Nu een 
informant niet snel stelselmatig inlichtingen inwint over iemands privé-leven of dit in ieder 
geval moeilijk is in te schatten, is het bestaande praktijk dat nagenoeg alle informanten op 
basis van het algemeen taakstellende art. 2 Politiewet 1993 worden gerund.51 
Nu de wetgever de door stelselmatigheid veroorzaakte privacyschendingen ook in de omgang 
met informanten voorop heeft gesteld, is een stuk van de controle op onder andere de 
integriteit van de opsporing dan wel de rechtmatigheid van het handelen van de CIE verloren 
gegaan. Veel te maken afspraken met informanten zijn immers daardoor niet onderhevig aan 
toetsing op basis van een specifieke wettelijke bepaling. Art. 2 Politiewet 1993 bepaalt 
tenslotte niks meer dan dat de politie dient te zorgen voor de handhaving van de rechtsorde. 
De CIE-officier beslist weliswaar tot het inschrijven van informanten, maar deze verplichting 
vloeit ‘slechts’ voort uit instructies en niet uit de wet. In het geval de wetgever er 
uitdrukkelijk voor had gekozen dat de officier van justitie voor het runnen van elke informant 
(dus ook in het geval de bedoelde stelselmatigheid ontbreekt) een bevel ex art. 126 Sv af moet 
geven, dan had deze zich er elke keer van dienen te vergewissen of wel aan de wettelijke 
vereisten was voldaan. Zeker nu het merendeel van de informanten afkomstig is uit het 
criminele milieu en het derhalve een risicovolle opsporingsmethode kan zijn, had het geen 
kwaad gekund als de officier van justitie wettelijk verplicht zou zijn geweest zich een moment 
te bezinnen over de vraag of door de politie en het OM wel met de bewuste informant in zee 
moet worden gegaan.
3.3. De Nationale ombudsman
De Nationale ombudsman behandelt door burgers ingestelde klachten over bestuursorganen.
In relatie tot de CIE komt hij in beeld als de politie op basis van dergelijke informatie 
bijvoorbeeld een woning betreedt of doorzoekt. Worden vervolgens geen wapens of drugs 
aangetroffen, dan kan de bewoner van de bewuste woning een klacht indienen bij de 
korpsbeheerder (lees: de burgemeester) van het betreffende regiokorps.52 Levert die 
klachtprocedure in de ogen van de bewoner geen bevredigend resultaat op, dan kan hij de 
ombudsman verzoeken een onderzoek in te stellen. In een viertal rapporten heeft de 
ombudsman zich uitgelaten over het gebruikmaken van CIE-informatie voor de start van een 
onderzoek.
In deze rapporten ziet de CIE-informatie telkens op de aanwezigheid van wapens en zijn de 
woningen derhalve doorzocht op grond van art. 49 WWM, tevergeefs weliswaar.53 De 
ombudsman verricht zijn onderzoek, naar onder meer de betrouwbaarheid van de CIE- 
informatie, door medewerkers van de CIE omtrent de uitgegeven informatie te horen. 
Daarnaast wordt ook inzage verleend in informantengegevens en politieregisters. Aldus wordt 
door de ombudsman gereconstrueerd of de CIE-informatie destijds als betrouwbaar kon 
worden aangemerkt en of dit tot een verdenking kon leiden. In alle gevallen oordeelt de 
ombudsman dat de politie uit kon gaan van de betrouwbaarheid van de informatie, 
bijvoorbeeld omdat de informant eerder betrouwbare informatie heeft verstrekt. Ook in het 
ontstaan van de verdenking ziet de ombudsman geen onbehoorlijkheid. In het op 12 februari 
2004 uitgebrachte rapport wordt bij de bepaling van de verdenking het strafrechtelijk verleden 
van verzoeker betrokken.54 Zoals eerder gesteld kan worden betwijfeld of dit in het licht van
51 Dit volgt uit het zogenaamde Handboek voor de opsporingspraktijk. Zie hiervoor Stcrt. 2007, 239.
52 Zie voor deze klachtprocedure art. 61-66 Politiewet 1993.
53 Nationale ombudsman, rapportnrs. 2005/229, 2004/409, 2004/404 en 2004/049.
54 Nationale ombudsman, rapportar. 2004/049.
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de Straatsburgse jurisprudentie daartoe mee mag werken. De ombudsman oordeelt in alle vier 
de rapporten dat het handelen van de politie op basis van de CIE-informatie behoorlijk was en 
dat hier niet aan af doet dat uiteindelijk geen wapens zijn aangetroffen.
In het bijzonder vermeld ik het rapport van de ombudsman van 19 juli 2005.55 In casu vindt 
tijdens een grootschalige actie tevergeefs een doorzoeking plaats op basis van CIE-informatie 
die, wegens tijdgebrek, niet door het Hoofd CIE op betrouwbaarheid is getoetst. De 
ombudsman oordeelt dat de politie de informatie niettemin betrouwbaar kon achten, onder 
meer nu deze informant eerder juiste informatie heeft verstrekt. In verband hiermee overweegt 
de ombudsman dat gezien de grootschaligheid van de actie en vanuit strategisch oogpunt een 
later optreden na een volledige toets op de betrouwbaarheid van de tip minder effectief zou 
zijn geweest. Ten slotte wordt gesteld dat de van de informant afkomstige informatie ook 
voldoende concreet was om tot het redelijke vermoeden op grond van 49 WWM te leiden en 
dat de politie wat betreft de CIE-informatie dan ook geen blaam treft.
In casu is slechts op basis van ongeverifieerde CIE-informatie een woning doorzocht en ook 
nog eens zonder machtiging tot binnentreden. Ik begrijp dat strategische overwegingen op een 
dergelijke avond voor politie en officier van justitie de doorslag kunnen geven om toch tot een 
doorzoeking over te gaan, zeker nu mogelijk vuurwapens in het geding zijn. Dat de 
ombudsman echter dergelijk onrechtmatig handelen achteraf behoorlijk oordeelt, acht ik 
onwenselijk. Het ligt, mede bezien vanuit het in art. 8 EVRM beschermde recht op privacy, 
op de weg van de Nationale ombudsman om zijn afkeuring uit te spreken over het doorzoeken 
van een woning op basis van ongeverifieerde CIE-informatie.
4. Conclusie en aanbevelingen voor verbeterde controle
De conclusies en aanbevelingen van de Commissies Van Traa en Kalsbeek in relatie tot de 
CIE hebben veel verbeteringen met zich gebracht. Met name de geconcipieerde CIE-Regeling 
en de diverse instructies maken dat heden ten dagen de rol en werkzaamheden van de CIE 
helder zijn geformuleerd en afgebakend. Daarnaast zijn ook de gezagsrelaties, in ieder geval 
op papier, hersteld.
De controle op de CIE vindt primair plaats door het Hoofd CIE en de CIE-officier. Het Hoofd 
CIE controleert de runners door de door hen aangedragen informatie te verifiëren en te 
bepalen of dit tot het verstrekken van een CIE-proces-verbaal leidt. Het Hoofd CIE toetst 
aldus met name de betrouwbaarheid van de informant en de door hem verstrekte informatie. 
De controlerende rol van de CIE-officier schuilt in het bijzonder in de periodieke en 
steekproefsgewijze controle van de relevante (opgeslagen) gegevens. Op deze wijze 
beoordeelt hij de rechtmatigheid van het handelen van de CIE. Voorts controleert de CIE- 
officier de CIE doordat hij degene is die beslist over nieuw in te schrijven informanten. Aldus 
toetst ook de CIE-officier (in beperkte mate) de betrouwbaarheid van de informant. Gezegd 
moet worden dat de CIE-officier hierbij wel erg leunt op het in dit verband door het Hoofd 
CIE gegeven advies.
De controlerende rol van de CIE-officier dient op twee manieren te worden vergroot. Ten 
eerste is het in dit verband wenselijk als de CIE-officier voor het runnen van elke informant 
een bevel op grond van art. 126v Sv af moet geven. De CIE-officier dient zich er dan immers 
bij het inschrijven van elke informant van te vergewissen of aan de wettelijke vereisten is 
voldaan. Ten tweede dient de rol van de CIE-officier te worden vergroot wat betreft de 
beoordeling van de betrouwbaarheid van de door informanten verstrekte informatie en de op 
basis hiervan op te maken CIE-processen-verbaal. Dit kan worden bewerkstelligd door in de 
Instructie CIE-officier van justitie op te nemen dat de CIE-officier meer moet worden
55 Nationale ombudsman, rapportnr. 2005/229.
14
betrokken bij de uitgifte van CIE-processen-verbaal. Hoewel dit een verzwaring in de 
werklast van de CIE-officier oplevert en de CIE-officier zo meer op de stoel van het Hoofd 
CIE gaat zitten, vergroot dit wel de betrouwbaarheid van deze processen-verbaal. Zeker nu de 
omgang met informanten een risicovolle opsporingsmethode kan zijn en het aan de tactische 
recherche verstrekken van een CIE-proces-verbaal de start van een strafrechtelijk onderzoek 
en het aanwenden van strafrechtelijke dwangmiddelen tot gevolg kan hebben, is het vergroten 
van de controlerende rol van de CIE-officier als wenselijk te zien.
De externe controle omvat hoofdzakelijk rechterlijke controle. Deze rechterlijke controle ziet 
allereerst op de vraag of CIE-informatie tot de start van een onderzoek en het mogelijk 
aansluitend inzetten van dwangmiddelen kan leiden. De Hoge Raad heeft meermalen 
uitgemaakt dat het antwoord hierop bevestigend dient te luiden. Het enige vereiste lijkt te zijn 
dat de van de CIE afkomstige informatie voldoende concreet is. Niet is vereist dat de CIE- 
informatie zijn bevestiging vindt in aanvullende informatie. Uit de jurisprudentie volgt dat het 
aanwezig zijn van een verdenking in de meeste gevallen wordt aangenomen. Slechts in een 
beperkt aantal gevallen oordeelde de lagere rechter andersluidend. Kennelijk is de rechter, nu 
een strafrechtelijke vervolging is gevolgd, geneigd om niet te veel eisen te stellen aan het 
moment van het ontstaan van de verdenking. Strafrechtelijke onderzoeken worden 
dientengevolge gestart op basis van summiere, anonieme en daardoor deels oncontroleerbare 
informatie. Dit brengt als risico met zich dat, zoals blijkt uit enkele rapporten van de 
Nationale ombudsman, ten onrechte woningen worden betreden of doorzocht en aldus 
(mogelijk) onschuldige burgers worden geconfronteerd met ingrijpend overheidsoptreden.
Ook in de gevallen waarin het voorgaande zich niet voor doet, heeft de beperkte rechterlijke 
controle de facto  tot gevolg dat het verdenkingsbegrip wordt uitgehold. De Hoge Raad kan 
hier verandering in brengen door eisen te stellen aan de aanname van een verdenking. Te 
denken valt aan het stellen van de eis dat aanvullend onderzoek plaats moet vinden in die 
gevallen waarin niet de noodzaak bestaat dat politie en OM ogenblikkelijk tot handelen 
overgaan. Het in het licht van onder meer de onschuldpresumptie te verwachten positieve 
gevolg van deze strengere toetsing van de Hoge Raad zal zijn dat hierdoor ook de 
feitenrechter en de officier van justitie worden gedwongen scherper te toetsen of sprake is 
(geweest) van een verdenking.
In het geval op basis van CIE-informatie een strafrechtelijk onderzoek wordt gestart en 
vervolgens geen strafvervolging volgt, voorziet de Nationale ombudsman ten dele in een 
leemte. In een dergelijk geval kan de strafrechter het handelen van de politie immers niet 
controleren en daar dus ook geen oordeel over uitspreken. Het feit dat de ombudsman toegang 
krijgt tot de achterliggende gegevens die tot de uitgifte van een CIE-proces-verbaal leidt, 
maakt dat gesproken kan worden van een volledige toetsing. De ombudsman richt zich in zijn 
rapporten overigens hoofdzakelijk op de vraag of op basis van dergelijke startinformatie 
woningen konden worden doorzocht. Aldus laat hij zich in het bijzonder uit over de vraag of 
de politie en het OM de door de informant verstrekte informatie als voldoende betrouwbaar 
konden achten ten tijde van de verrichte doorzoeking. In mijn optiek zou de ombudsman zich 
wel wat nadrukkelijker mogen uitlaten in die gevallen, waarin aan de onder andere in art. 8 
EVRM neergelegde waarborgen wel erg tekort lijkt gedaan. Verwacht mag immers worden 
dat dergelijke uitspraken enig effect zullen sorteren binnen politie en OM.
Wat betreft de rechtelijke controle op de rechtmatigheid van het handelen van de CIE, kan de 
rechter verzoeken van de verdediging tot het horen van rechtmatigheidsgetuigen en tot inzage 
in interne stukken toewijzen. De rechter wijst dergelijke verzoeken nogal eens af door te 
overwegen dat geen feiten en omstandigheden aannemelijk zijn geworden die wijzen op een 
onrechtmatigheid. Meer recht wordt gedaan aan de belangen van de verdediging als de rechter 
op dit punt wat soepeler oordeelt. Met die beperking dat, gelet op onder meer het 
afschermingsbelang, niet te snel over wordt gegaan tot de inzage in interne stukken. Aan de
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andere kant moet vermeld worden dat het horen van rechtmatigheidsgetuigen in de regel niet 
meer oplevert dan al bij rechter en verdediging bekend is. Zo zullen bijvoorbeeld vragen 
ziende op het achterhalen van de bron van de informatie worden belet door de rechter, al dan 
niet op vordering van de officier van justitie. Gezegd kan dan ook worden dat de rechterlijke 
controle op de rechtmatigheid niet voldoet.
De controle op de rechtmatigheid van het handelen van de CIE moet op twee manieren 
worden verbeterd. Allereerst dient een procedure bij de rechter-commissaris (r-c) te worden 
gecreëerd, waarin door hem de rechtmatigheid van het handelen van de CIE in een concrete 
zaak wordt onderzocht. Deze procedure kan worden opgenomen in het wetsvoorstel dat ziet 
op de versterking van de positie van de r-c.56 In de voorgestane procedure wordt aan de r-c 
openheid verschaft over het handelen van de CIE en kunnen in dit verband door hem getuigen 
(anoniem) worden gehoord. De r-c dient gedurende zijn onderzoek het afschermings- en 
opsporingsbelang in ogenschouw te nemen. Slechts de zittingsrechter zal, op verzoek van de 
verdediging, een hiervoor in aanmerking komende zaak kunnen verwijzen naar de r-c. De 
zittingsrechter kan hier onder meer toe overgaan, indien het verhoor van een 
rechtmatigheidsgetuige ter zitting aanleiding geeft tot het plaatsen van vraagtekens bij de 
rechtmatigheid. Doet zich een dergelijke omstandigheid voor, dan kan in de beslotenheid van 
het kabinet van de r-c uitgebreider stil worden gestaan bij het handelen van de CIE. De r-c 
legt zijn bevindingen omtrent de rechtmatigheid van het handelen van de CIE neer in een 
beschikking. De zittingsrechter is gebonden aan deze beslissing en kan daar in het licht van 
art. 359a Sv ook consequenties aan verbinden. Op deze wijze controleert in een concrete 
strafzaak in ieder geval een rechter die volledig inzage heeft in alle relevante stukken de 
rechtmatigheid van het handelen van de CIE. Iets wat de huidige zittingsrechter niet kan. Met 
deze procedure wordt meer recht gedaan aan de, onder meer op grond van art. 6 EVRM, te 
respecteren rechten van de verdediging ten aanzien van de toetsing van de rechtmatigheid van 
deze vorm van startinformatie.
De tweede manier waarop de controle op de rechtmatigheid van het handelen van de CIE 
moet worden verbeterd, is door het instellen van een commissie van toezicht.57 De commissie 
kan worden gemodelleerd naar de commissie van toezicht van de Algemene Inlichtingen- en 
Veiligheidsdienst (AIVD).58 Op grond van art. 64 lid 2 onder a en b van de Wet op de 
inlichtingen- en veiligheidsdiensten 2002 is deze commissie belast met het toezicht op de 
rechtmatigheid van het handelen van de AIVD en kan zij hieromtrent adviseren aan de 
betrokken ministers.59 De commissie heeft hiertoe toegang tot alle relevante informatie van de 
AIVD en kan alle medewerkers van deze dienst horen. Verder heeft zij het recht getuigen of 
deskundigen te horen en plaatsen te betreden. De controle op de rechtmatigheid van het 
handelen van de AIVD wordt door de commissie uitgevoerd door het verrichten van diepte- 
onderzoeken en het nemen van steekproeven. Daarnaast voert zij periodieke toetsing uit ten 
aanzien van bepaalde onderwerpen. Een diepte-onderzoek is een onderzoek naar een compleet 
onderzoeksdossier bij de AIVD over een van te voren vastgestelde periode, waarbij de door
56 Wetsvoorstel Wijziging van het Wetboek van strafvordering ter versterking van de positie van de rechter­
commissaris. Zie voor het wetsvoorstel en de memorie van toelichting de website www.minjus.nl.
57 In dit verband moet worden opgemerkt dat er in het verleden een Begeleidingscommissie CID en een Raad 
van Advies is geweest. Hoewel de Raad van Advies de iure nog wel bestaat, is zij al sinds 2004 niet meer bij 
elkaar geweest. Zowel de Begeleidingscommissie CID als de Raad van Advies had overigens geen controlerende 
taak.
58 Zie in dit verband het naar aanleiding van het in 2007 georganiseerde symposium The accountability o f  
Intelligence and Security Agencies and Human Rights opgestelde boek. Deze is te vinden op de website 
www.ctivd.nl.
59 De commissie oefent daarnaast ook toezicht uit op de Militaire Inlichtingen- en Veiligheidsdienst (MIVD) en 
op de regionale politiekorpsen, de Koninklijke Marechaussee en de FIOD-ECD, voor zover zij ten behoeve van 
de AIVD werkzaamheden verrichten. Zie hiervoor de website van de commissie www.ctivd.nl.
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de dienst verrichte handelingen en uitgeoefende bijzondere bevoegdheden worden beoordeeld 
op hun rechtmatigheid. Een steekproef is een kortlopend onderzoek naar onderdelen van een 
onderzoeksdossier.60
In de memorie van toelichting bij de genoemde wet is een, ook voor de controle op het 
handelen van de CIE, belangrijke overweging te vinden: uitgangspunt voor het verbeteren van 
toezicht is het gegeven dat de toezichtsinstantie een onafhankelijke positie dient in te nemen 
ten opzichte van de AIVD.61 Een onafhankelijke positie die een CIE-officier maar ten dele 
inneemt, nu deze in essentie dezelfde (opsporings)belangen heeft als de CIE. Voorts 
controleert de CIE-officier slechts beperkt en periodiek de rechtmatigheid van de onder hem 
ressorterende CIE. De zittingsrechter en in het bijzonder de r-c in de voorgestane procedure 
kunnen daarnaast ook de rechtmatigheid toetsen. Zij zijn hierbij echter gebonden: zij dienen 
slechts een oordeel uit te spreken over een concrete strafzaak. De voorgestane commissie van 
toezicht voor de CIE echter kan toezien op de rechtmatigheid van het handelen van de CIE in 
zijn geheel en vervult derhalve een belangrijke aanvullende controlerende rol. De commissie 
dient hiertoe, op een aan de werkwijze van de commissie van toezicht voor de AIVD gelijke 
wijze, uitgebreide onderzoeken te verrichten. Ter uitvoering van dergelijke onderzoeken dient 
zij inzage te krijgen in alle relevante stukken. De commissie van toezicht is aldus, beter dan 
de CIE-officier, zittingsrechter en r-c, in staat om bepaalde knelpunten wat betreft de 
rechtmatigheid van het handelen van de CIE in zijn geheel te signaleren.62 
Concluderend kan worden gesteld dat de controle op de CIE niet voldoet. Het gebrek aan 
rechterlijke controle op de aanname van een verdenking vergroot het risico dat onschuldige 
burgers ten onrechte te maken krijgen met ingrijpend en privacyschendend overheidsingrijpen 
en zorgt daarnaast voor een uitholling van het verdenkingsbegrip. Een strenger toetsende 
Hoge Raad dient hier een verandering in te bewerkstelligen. De controle op de rechtmatigheid 
van het handelen van de CIE moet in concrete strafzaken worden verbeterd door de 
voorgestane procedure bij de r-c, terwijl daarnaast het rechtmatige en integere handelen van 
de CIE in zijn geheel zoveel mogelijk wordt geborgd door de in te stellen commissie van 
toezicht. Aldus wordt een systeem van controlemechanismen gecreëerd passend bij een wijze 
van informatievergaring die, bezien vanuit meerdere perspectieven, risicovol is.
60 Zie voor de taken van de commissie de website www.ctivd.nl.
61 Kamerstukken II  1997-1998, 25 877, nr. 3, p. 78.
62 In dit verband moet wel worden vermeld dat ook de CIE-officieren landelijk overleg voeren over dergelijke 
met de CIE samenhangende kwesties.
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