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Cada vez es mayor el número de usuarios que se preocupan por la 
confidencialidad en la transmisión de sus datos. Como sabemos, esta situación 
puede ser crítica en el caso del intercambio de información que se produce 
entre científicos y grupos de investigación, pero también se producen casos en 
los que se nos pide a nosotros garantizar que la información que aportamos 
desde nuestras bibliotecas sea confidencial.   
Una solución muy práctica consiste en el envío cifrado de los datos por correo 
electrónico. Esta no es una técnica reservada a los grandes centros de 
inteligencia o a los trust bancarios sino que está al alcance de cualquier usuario 
medio de informática. Desde hace ya algunos años, se ofrecen en Internet 
programas gratuitos que son capaces de generar las claves necesarias para 
cifrar y descifrar información. El más popular, con mucho, es el conocido como 
PGP ("Pretty Good Privacy"). Se trata de un sistema de "llave pública" que 
genera un par de claves personales complementarias, una de ellas a disposición 
de todo el que quiera conocerla, de hecho existen servidores con toda esta 
información, y la otra secreta. Estas llaves en combinación con los algoritmos de 
cifrado/descifrado del programa nos permitirán asegurar a nuestro remitente que 
la información que ha recibido únicamente la ha podido leer él, que no ha podido 
ser alterado ningún dato por el camino y finalmente que el emisor del mensaje 
es realmente quien dice ser.   
Todo esto puede parecer exagerado, pero la confidencialidad e inalterabilidad 
de los datos transmitidos por medios electrónicos es un derecho de todos, 
nuestro y de nuestros usuarios. Si deseáis ampliar información al respecto 
dirigiros al apartado de PGP del web de RedIris.  
