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 要  旨 
Web 上のコミュニケーションメディアとして SNS（Social Networking Services）やブログが
広く普及している．世界最大規模のSNSであるFacebookでは加入者が 8億人を超えている．SNS
によって人と人とのコミュニケーションが活発になっている一方で，ユーザーの考えも及ばない
ところから内密な情報が漏洩し，問題となっている．これを受け，自然言語情報の開示制御技術
DCNL（Disclosure Control of Natural Language information）が提案されている．しかし，こ
の技術は漏洩検知精度が低いことと，漏洩検知に膨大な時間がかかるため，複数の文から構成さ
れる日記文章を解析対象として扱うことができないことの 2 点が問題とされている． 
本論文では，漏洩検知精度向上と，複数文から構成される日記文章からの漏洩検知の実現に向
けて，機械学習を用いた漏洩検知手法を提案し，実際に SNS に投稿された文章データを元に評価
を行った．得られた評価結果の考察を通じて提案手法と従来手法の特徴と差を明らかにし，それ
らを活かした統合方式を提案した． 
機械学習を行うに当たって，実際の Web 上に投稿された日記を用いた．これらの文章から職業，
家族，スケジュールに関するプライバシー情報漏洩を示唆する語句を言語的特徴として抽出し，
遺伝的アルゴリズムを用いて学習を行った． 
 学習においては以下の 2 つの方針に基づき学習を進め，それぞれに対し評価を行った． 
 プライバシー情報漏洩を含む文章群と含まない文章を 2 分するような重みの学習 
 上に加え，F 値が最良となるような閾値を含めた重みの学習 
 提案手法と従来手法（想起検知）を比較した結果，以下の特徴が見られた． 
 従来手法は事前の学習なしに漏洩を検知することが可能だが，検知の所要時間が長い． 
 提案手法は未学習の漏洩に対して耐性はないものの，検知の所要時間が短い． 
 両手法の特徴を活かす統合方式の提案を行った．先に提案手法を用いて日記単位で漏洩検知を
行う．漏洩を検知した場合は 1 文単位の解析に移り，提案手法または想起検知で漏洩検知を行う．
これにより，検知精度の向上，日記文章への対応可能が見込まれる． 
 
 
