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В современных условиях повышения возможностей нанесения ущерба, связанного с 
хищением информации, ее уничтожением, незаконным использованием и другими 
противоправными действиями теория защиты информации интенсивно развивается (см., 
например, [1, 3, 4]). Методическая система обучения студентов вузов защите информации и 
информационной безопасности находит свое развитие в диссертационных исследованиях 
М.А. Абиссовой, А.А. Алтуфьевой, Е.Н. Боярова, Е.П. Жук, П.С. Ломаско, В.П. Полякова, 
И.В. Сластениной, Э.В. Тановой и других ученых. 
Существующие концепции в психологии ориентированы на изучение личности 
человека в его разнообразной деятельности. Исследованием этой проблемы занимаются 
специалисты различных предметных областей: А.Г. Асмолов, Г.Д. Бухарова, В.В. Давыдов, 
В.С. Леднев, Н.Г. Салмина, Л.М. Фридман и др. Решение учебных задач, связанных с 
использованием и разработкой технологий защиты информации выполняет определенные 
функции в учебно-воспитательном процессе. Изложим их. 
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1. Мотивационная функция. Решение прикладных задач, связанных с обеспечением 
информационной безопасности компьютерных систем и сетей при помощи технологий 
защиты информации, способствует тому, чтобы формировалась и развивалась внутренняя 
мотивация студентов к учебной деятельности. У студентов формируется познавательный 
интерес к проблеме защиты информации (подходы, современные технологии); к прикладной 
информатике в целом и ее роли в современной мире. 
2. Развивающая функция. Формируется и развивается логическое мышление, 
творческая активность и самостоятельность студентов. В процессе решения задач студенты 
осмысливают ее постановку, самостоятельно анализируют предложенную топологию, 
составляют политику безопасности сети, производят конфигурацию оборудования на 
эмуляторах. 
3. Познавательная функция. В результате решения задач применяются знания не 
только из области теории и практики защиты информации, но и знания по работе ЛВС, по IP-
маршрутизации, и др. 
4. Воспитывающая функция. Раскрытие социально-нравственных аспектов обучения 
технологиям защиты информации способствует расширению научного мировоззрения, 
творческому развитию личности студентов. 
5. Управляющая функция. Применение оптимальных технологий защиты 
информации при решении конкретных прикладных задач обеспечения информационной 
безопасности компьютерных систем и сетей создает необходимые условия для того, чтобы 
получить хорошие результаты обучения и воспитания. Студенты целенаправленно 
разрабатывают оптимальную технологию для обеспечения безопасности хранения данных в 
относительно крупной ЛВС. 
6. Контрольно-оценочная функция. Успешное решение прикладных задач защиты 
информации демонстрирует наличие знаний, умений и навыков студентов в области теории и 
практики защиты информации и является эффективным способом проверки знаний и умений 
студентов не только в данной области, но и многих учебных дисциплин, которые 
преподавались ранее. Среди них: «Теоретические основы информатики», 
«Программирование», «Программное обеспечение ЭВМ», «Информационные системы», 
«Компьютерные сети, Интернет и мультимедиа технологии» и др. 
По результатам решения задач можно сделать выводы не только о мотивации студентов, 
о формировании их знаний, умений и навыков в области информационной безопасности и 
защиты информации, но и о качестве их знаний по информатике, информационным 
технологиям и другим дисциплинам. 
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Аннотации . В статье описан опыт решения проблемы формирования компетенций 
родителей в области обеспечения информационной безопасности подростков в сети 
интернет с помощью проектной методики на основе андрогогического подхода. 
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methodology based androgogicheskogo approach. 
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Актуальность проблемы формирования компетенций родителей в области обеспечения 
информационной безопасности подростков в сети интернет очень велика. Родители или не 
контролируют детей в сети Интернет или очень сильно уберегают от «всемирной паутины». 
Одна из причин недостаточности родительского контроля – низкий уровень знаний самих 
взрослых о возможностях технического контроля, нежелание разбираться в установке 
специализированного ПО. При этом растущие требования от родителей – это блокирование 
посещения детьми сайтов с порнографическим содержанием и доступа к агрессивному 
нежелательному для детей контенту. 
Изучив научную литературу и проведя социологический опрос среди родителей, нами 
было выявлено, что большая часть опрошенных родителей выдвигают требования блокировки 
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