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ABSTRAKT 
Tato bakalářská práce se zabývá rozborem parametrů superrámce v bezdrátových 
senzorových sítích. Je zde vytvořen simulační model, ve kterém je zkoumán vliv na 
základní přenosové parametry v síti v různých konfiguracích. Výsledkem je porovnání 
výsledných hodnot a navrhnutí optimálních parametrů superrámce pro co 
nejefektivnější fungování navrhnuté sítě. 
 
 







The bachelor thesis deals with the analysis parameters of the superframe in wireless 
sensor networks. There is created a simulation model studied the influence of the basic 
parameters of the transmission network in various configurations. The result is the 
comparison of the resulting values and proposal of optimal parameters of the 
superframe for the most efficient operation in the proposed network. 
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ÚVOD  
Zigbee je jednoduchým komunikačním standardem, který umožňuje vzájemnou 
komunikaci zařízení na větší vzdálenosti. Poskytuje cenově nenákladnou 
nízkoúrovňovou bezdrátovou komunikaci pro řízení a monitorování systémů.  
V bakalářské práci jsou nejprve rozebrány technické stránky standardu jako 
architektura, topologie aj. Poté je představen simulátor OPNET Modeler a plug-in pro 
tvorbu senzorových sítí, který umožňuje komunikaci v síti pomocí superrámce. 
V poslední části práce jsou ve vytvořené síti zkoumány změny nastavení superrámce a 
jejich vliv na výsledné přenosové parametry. Jmenovitě zpoždění, ztrátovost a spotřebu 




1 ZIGBEE A IEEE 802.15.4 
WPAN je osobní bezdrátová síť propojující bezdrátová zařízení soustředěná 
v malé oblasti, jejíž dosah většinou sahá až do vzdálenosti 10 metů všemi směry. 
Hlavními požadavky sítě jsou co nejnižší náklady, nízká spotřeba, krátký dosah a co 
nejmenší velikost používaných zařízení. Technologie ZigBee je bezdrátový síťový 
protokol zaměřený na automatizované a dálkové ovládání aplikací. Od ZigBee se 
očekává, že poskytne nízkou cenu a nízkou energetickou náročnost zařízením, která 
potřebují životnost baterie od několika měsíců až do několika let, ale nevyžadují tak 
vysoké přenosy dat, jaké využívá např. Bluetooth. Kromě toho, může být 
implementováno do mnohem větších sítí. Od bezdrátových zařízení kompatibilními se 
standardem ZigBee je očekávaný dosah 10 – 75 metrů, jenž ale závisí na také na 
radiofrekvenčním prostředí a výkonu spotřebovaném pro danou aplikaci. Dále se 
očekává fungování v bezlicenčních frekvenčních pásmech po celém světě. Zde se 
rozlišují pásma pro: 
• globální použití - pásmo ISM 2,4 GHz s 16 kanály a přenosovou rychlostí  
250 kb/s; 
• Amerika a Austrálie - pásmo 915 MHz s 10 kanály a přenosovou rychlostí     
40 kb/s; 
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• Evropa -  pásmo 868 MHz s jedním kanálem a přenosovou rychlostí 20 kb/s. 
IEEE a ZigBee Aliance úzce spolupracovali na specifikaci výsledné architektury 
sestavy protokolů. IEEE 802.15.4 se zaměřilo na specifikace spodních dvou vrstev 
protokolu (fyzická a datová vrstva). Naproti tomu ZigBee Aliance měla za cíl 
poskytnout horní vrstvy sestavy protokolů, tedy od síťové až po aplikační vrstvu pro 
interoperabilní datové sítě, bezpečnostní služby a rozsáhlé bezdrátové řešení k ovládání 
např. domácností a budov. ZigBee představuje asi nejlevnější řešení pro zařízení 
senzorové sítě. 
2 SÍŤOVÉ TOPOLOGIE  
Pro adresaci jednotlivých zařízení v síti lze použít dlouhé (64 bit) nebo zkrácené 
(16 bit) binární adresovací kódy. Každou síť lze jednoznačně určit pomocí 16bitového 
identifikátoru PAN ID, který se používá v případě, kdy v jednom prostoru je 
provozováno více sítí podle standardu IEEE 802.15.4. Každá sít s jedinečným PAN ID 
je řízena koordinátorem (centrální stanicí). Síťová vrstva standardu ZigBee podporuje 
tři síťové topologie. Star, Mesh a Cluster Tree. 
Uzly sítě jsou buď plně funkční zařízení (FFD), která mohou vykonávat funkce 
koordinátora, směrovače nebo koncového zařízení, a nebo redukovaná zařízení (RFD), 
která mohou pracovat pouze jako koncová zařízení. Síť je řízena tzv. PAN 
koordinátorem. 
Obr. 2.1. Typy funkčních zařízení 
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2.1 Topologie star 
Jedná se o komunikaci mezi jednotlivými koncovými zařízeními a PAN 
koordinátorem. Ten může být napájen např. síťově, zatímco ostatní zařízení používají 
většinou baterie. Každé další nově připojené zařízení (FFD) v topologii si může vytvořit 
svou vlastní síť a stát se tak PAN koordinátorem. Taková síť si zvolí svůj PAN ID, 
který se neshoduje s ostatními identifikátory v dosahu sítě. Tím je umožněno každé síti 
pracovat nezávisle. 
2.2 Topologie mesh 
V této topologii se také využívá PAN koordinátor. Na rozdíl od hvězdy, každé 
zařízení může komunikovat s kterýmkoliv dalším, pokud se nacházejí ve vzájemném 
dosahu. Je zde umožněn tzv. multihop ke směrování informací mezi zařízeními v síti. 
Obr. 2.2: Zapojení do topologie hvězda 
Obr. 2.3: Zapojení do topologie mesh. 
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2.3 Topologie cluster-tree 
Zde se vychází také z topologie hvězda. Koncová zařízení zde mohou ke komunikaci 
využívat FFD, která se v tomto případě mohou chovat jako koordinátory a zajišťovat 
komunikaci i synchronizaci s ostatními zařízeními a směrovači v síti. Pořád ovšem 













Obr. 2.4: Zapojení do topologie cluster-tree 
 3 ARCHITEKTURA PROTOKO
Tento komunikační standard
modelem OSI. U ZigBee standardu bylo dbáno na maximální jednoduchost 
implementace protokolů. Díky tomu jeho struktura nezabírá více než 30kB programové 
paměti. Skládá se ze čtyř
 
3.1 Aplikační vrstva
Aplikace v ZigBee protokolu obsahují soubor Aplika
rozložených do několika uzl
jednotku jako např. snímač
Každému APO je přiřazeno unikátní koncové 
využít další Aplikační objekty k rozší
komunikovat. Objekt ZigBee za
najít zařízení v síti a služby, které má
bezpečnostní služby. Aplika
ZigBee aplikace musí odpovídat stávajícím aplika
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LU 
 může být, stejně jako jiné, popsán jednoduchým 
 vrstev, které jsou patrné z Obrázku 4. 
 
čních objekt
ů v sítí. APO je část softwaru, který ř
e, přepínače nebo lampy, které jsou na zař
číslo (endpoint numer), 
ření adresy síťového zařízení a díky tomu s
řízení (ZDO) je speciální objekt, který umož
 provádět. Poskytují také komunika
ční podvrstva poskytuje datové přenosy pro APO  a ZDO. 
čním profilům schváleným ZigBee 
Obr. 3.3.1: Sestava jednotlivých protokolů. 
ů (APO) 
ídí hardwarovou 




ční, síťové a 
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Aliancí. Aplikační profil definuje formáty zpráv a protokoly pro interakci mezi APO, 
které společně tvoří distribuované aplikace. Dále je uzpůsoben tak, aby různí vývojáři 
mohli samostatně vytvářet a prodávat ZigBee zařízení která, pokud mají shodný 
aplikační profil, mezi sebou mohou spolupracovat. 
3.2 Síťová vrstva 
Tato vrstva má na starosti samotné zřízení sítě a směrování rámců. Dále 
připojení, či ukončení spojení se sítí.  Konfiguraci nově připojených zařízení, přiřazení 
adresy ZigBee koordinátorem a jejich synchronizaci uvnitř sítě. Jako základní 
zabezpečovací mechanismus se používá 64bitový nebo 128bitový kryptografický 
algoritmus Advanced Encryption Standard (AES). 
3.3 Fyzická vrstva 
Mezi hlavní úlohy vrstvy patří přenos dat, řízení vysílače, kódování a modulace 
dat. Standard IEEE 802.15.4 nabízí dvě nastavení Fyzické vrstvy. Konkrétně PHY 
2450MHz a PHY 868/915MHz pro různé definice radiových pásem. První z nich, jenž 
je dostupné téměř po celém světě, definuje pásmo pro průmyslové, vědecké a lékařské 
účely. Oproti tomu je zde pásmo 868MHz, které je používáno jen v Evropě a 915MHz 
pro požití v americkém ISM. Rozdíly jsou také v přenosových rychlostech. Ty jsou 
způsobeny rozdílnou modulací a způsobem šíření spektra. Je zde používaná metoda 
Direct Sequence Spread Spectrum (DSSS).  






Modulace Počet kanálů 
868 868,0 – 868,6 20 BPSK 1 
915 902,0 – 928,0 40 BPSK 10 
2450 2400,0 – 2483,5 250 Q-PSK 16 
 
 3.4 MAC vrstva
MAC vrstva definuje již samotnou komunikaci mezi jednotlivými uzly 
prostřednictvím rámců. 
můžou být zvoleny v PAN koordinátoru.
• Beacon-enabled mód: V
beacon, které celou sí
Dále popisuje velikost a strukturu superrámce.
• Non beacon-enabled mód: V
pomocí neslotového CSMA/CA mechanizmu. Zde se sup
není žádná záruka, že data budou odeslána.
Když koordinátor zvolí beacon
pomocí superrámce. Formát superrámce je definovaný PAN koordinátorem. Jeho 
velikost je definována jako 
beacon interval (BI). Superrámec se skládá ze dvou hlavních 
periody a neaktivní periody. Aktivní perioda odpovídá hodnot
Duration (SD). Je rozdě
umožněn datový přenos. Každá aktivní
přístup (CAP) a Dobu volného p
médium CSMA/CA mechanizmus.
zařízení v síti. Koordinátor zkontroluje
Skupiny požadovaných slot
přidělen exkluzivně za
také označována jako č
Obr. 3.1: Struktura superrámce v
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MACprotokol podporuje dva typy operač
 
 tomto módu jsou periodicky generovány rám
ť identifikují a sesynchonizují všechna za
 
 tomto módu zařízení jednoduše posílají data 
err
 
-enabled mód, vnutí tak komunikaci mezi za
čas mezi dvěmi poslanými beacony, kterému se 
č
lena na 16 stejných časových úseků, během kterých je v
 perioda je dále dělena na Do
řístupu (CFP). Pro CAP se používá k
 CFP je aktivována na požadavek ur
, jestli je možné alokovat
ů se nazývají Garantovaný časový slot (GTS) a je 
řízení, které o něj požádalo. Data odesílána p
asově kritická data. 
 protokolu 802.15.4. 
ních módů, které 
ce zvané 
řízení v dosahu. 
ámec nepoužívá a 
řízeními 
říká 
ástí a to aktivní 
ě Superframe 
 síti 
bu soupeření o 
 přístupu na 
čitého 
 požadovaný slot. 
řes GTS jsou 
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Celková struktura superrámce je definována dvěma parametry. Parametrem 
Beacon Order (BO) a Superframe Order (SO), které určují celkovou délku superrámce 
a jeho aktivní periody. Nastavení BO a SO musí splňovat kritérium 0 ≤ SO ≤ BO ≤ 14. 
Délka superrámce BI a délka aktivní periody jsou definovány takto: 
 
  = 	


	 × 2 (3.1) 
 
  = 	


	 × 2 (3.2) 
 
kde konstanta aBaseSupeframeDuration určuje minimální délku superrámce, když je 
BO rovno nule. Standartní délka konstanty je podle IEEE 802.14.5 960 symbolů. Jeden 
symbol má délku 4 bity za předpokladu, že se nacházíme ve frekvenčním pásmu         
2,4 GHz. 
Tab. 3.1: Vztah mezi (BO-SO) a výsledným poměrem aktivní a neaktivní periody. 
BO-SO 0 1 2 3 4 5 6 7 8 9 
Poměr aktivní a 
neaktivní periody 
(%) 
100 50 25 12,5 6.25 3,125 1,56 0,78 0,39 0,195 
3.4.1 CSMA/CA mechanizmus 
Ve standardu IEEE 802.15.4 se využívají dva různé druhy přístupu na médium. 
Jeden je pomocí neslotového mechanizmu CSMA/CA a druhý je slotový mechanizmus 
CSMA/CA. První z nich funguje tak, že máme časovou periodu nazvanou backoff. 
Během této periody se naše zařízení pokouší připojit ke kanálu dalšího zařízení, na který 
se chce dostat. Pokud kanál není obsazený, po skončení této periody je umožněno 
odeslání rámce. Pokud je ale kanál zrovna zaneprázdněný, zařízení zvýší velikost 
periody backoff a čeká znovu. Po překročení určitého počtu period, kdy je cílové  
médium stále zaneprázdněné, je rámec zahozen. 
Slotový mechanizmus funguje trochu jinak. Je zde vyžadováno používání 
superrámce. Superrámec je rozdělen na menší sloty backoff o jednotlivých délkách 20 
symbolů. První backoff slot začíná zároveň z rámcem beacon. Je vypočítán náhodný 
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počet backoff slotů a následně proběhne posouzení, zda kanál, ke kterému chceme 
přistoupit, je volný, a to celkem dvakrát. Pokud je kanál volný během obou těchto 
pokusů, je možné odeslání rámce. Stačí, aby byl kanál jen při jenom z pokusů obsazený, 
rámec se neodešle a perioda backoff zdvojnásobí svou hodnotu. Takový počet pokusů o 
připojení k médiu je opět omezen. Po překročení tohoto omezení počtu pokusů, kdy je 





















4 TYPY RÁMCÚ 
U návrhu rámců šlo hlavně o jejich jednoduchost. LR-WPAN definuje čtyři typy 
komunikačních rámců, z nichž každý má svou specifickou funkci: 
1) Beacon frame: Využívá ho jen koordinátor k vysílání tzv. beacons používaných ke 
vzájemné synchronizaci a uvádění klientských zařízení do spánkového režimu. 
2) Data Frame: Slouží ke všem datovým přenosům v senzorové síti. 
3) Acknowledgment frame: Používaný pro potvrzení přijaté zprávy. 
4) MAC command frame: Rámec sloužící ke konfigurování, nastavení a řízení 
klientských zařízení v síti. 
4.1 Beacon frame 
Tyto rámce jsou důležité v sítích se stromovou či mesh architekturou. Udržují 
synchronizaci mezi všemi uzly, které můžou zůstat v režimu spánku a nedochází tak ke 
zbytečnému plýtvání energií. Jsou vysílány koordinátorem z MAC vrstvy, ale musí být 
v síti povoleny. Na začátku rámce se nachází hlavička rámce MAC header (MHR), 
která se skládá z informace o adrese, pořadového čísla a kontrolního rámce. MAC 
servisní datová jednotka (MSDU) obsahuje strukturu superrámce, seznam adres a jejich 
specifikaci, dále MAC payload, který může mít proměnlivou délku a jsou v něm 
obsaženy specifické informace pro daný typ rámce. Poslední částí je MAC Footer. Ten 
je dlouhý 16 bitů a nese informace o typu rámce, adresním poli atd. Dohromady je pak 
vytvořen rámec beacon.  
 17 
4.2 Data Frame 
Jedná se o rámec určený k přenosu dat z jednotlivých senzorů. Rámec má 104 
bytů užitečných dat. V tomto případě obsahuje MHR informace pro řízení rámce, 
pořadové číslo a adresaci informačních polí. Frame-check semence (FCS), jenž se 
nachází na konci rámce, zajišťuje, že pakety byli přijaty bez chyb. Takováto konstrukce 
rámce zvyšuje spolehlivost ve zhoršených podmínkách. 
4.3 Acknowledgment frame 
Tento rámec poskytuje zpětnou vazbu od příjemce směrem k odesílateli a 
potvrzuje, že paket byl přijat bez chyb. 
Obr. 4.1 Struktura rámce Beacon.[4] 
Obr. 4.2: Struktura rámce data. [4]
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4.4 MAC Command frame 
Tento rámec má unikátní schopnost posílat nízkoúrovňové signály z jednoho 








Obr. 4.3: Struktura rámce acknowledgment. [4] 
Obr. 4.4: Struktura rámce command. [4] 
 19 
5 ADRESACE V TOPOLOGII CLUSTER-TREE 
V Zigbee jsou adresy jednotlivým zařízením přiřazovány pomocí tzv. 
Distribuovaného adresového schématu. Tento mechanizmus poskytuje každému 
potencionálnímu nadřazenému zařízení, označovaného také jako rodič, omezený blok 
unikátních síťových adres určených maximálním počtem potomků, hloubkou sítě a 
počtem routerů v síti. Zigbee adresy jsou určovány koordinátorem podle následujících 
hodnot: 
• Maximální počet podřízených routerů (Rm) je množsví routerů navazujících 
na koordinátor nebo router v další vrstvě. 
• Maximální počet podřízených uzlů (Cm) je počet routerů a koncových zařízení 
navazujících na router nebo koordinátor v další vrstvě. 
• Hloubka sítě (Lm) udává celkový počet vrstev v Cluster-Tree topologii. 
Podřízený uzel může být router, nebo koncové zařízení, platí zde ale podmínka Cm 
≥ Rm. Adresy jednotlivých zařízení jsou řazeny odshora dolů. Na úrovni Zigbee 
koordinátoru je celý adresní prostor logicky rozdělen na Rm+1 bloků. Znamená to tedy, 
že výsledný počet bloků udává množství routerů připojených ke koordinátoru s jedním 
blokem navíc rezervovaným k adresaci koncových zařízení. Z parametrů Lm, Cm a Rm 
každý router a koordinátor vypočítá parametr Cskip a s jeho pomocí určí adresy jejich 
podřízených zařízení. Parametr Cskip zigbee koordinátoru nebo routeru, jehož aktuální 
hloubka v síti je označována parametrem d, je vypočítán podle vzorce 5.1. 
 
 	 = 1 +  ∗   +  − 1 (5.1) 
 
Rovnice 1 platí jen v případě, pokud je Rm=1. Pokud je počet podřízených routerů 
vyšší, je k výpočtu použit vzorec 5.2. 
 
	 =





Rodič, jehož hodnota Cskip(d) je rovna nule, není schopen přijímat žádné potomky 
a chová se tedy jako koncové zařízení.  Pokud je hodnota větší než nula, může přijímat 
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potomky a následně přidělovat adresy za předpokladu, že to ještě dovoluje zbývající 
adresní prostor. Koordinátor má hloubku v síti d=0. Hodnota se zvyšuje s každou 
přibývající úrovní. Také adresace začíná vždy u koordinátoru, který má adresu 0. Pro 
nadřazené uzly nacházející se v hloubce d, které mají adresu APARENT, je odpovídající 
počet zařízení N mezi 1 a Rm-Cm. Adresa N-tého podřízeného routeru ACHILDROUTER , 
jež má rodiče v houbce d, je určena vzorci 5.3 a 5.4 
 )*+,$-./01.,3 = )45.130 +	 − 1 ⋅ 	 + 1,  = 1 (5.3) 
 
 )*+,$-./01.,3 = )45.130 +	 − 1 ⋅ 	,  > 1 (5.4) 
 
Kde n je počet podřízených routerů. Pro koncová zařízení musí být adresy 
přiřazovány sekvenčně. Adresa N-tého koncového zařízení AENDDEVICE je dána vzorcem	 
 
 )13--17,*1,38 = )45.130 + " ⋅ 	 + ′ (5.5) 
 









6 SIMULAČNÍ MODEL IEEE 802.15.4 
6.1 OPNET Modeler 
Pro simulaci standardu 802.15.4 je využíván program OPNET Modeler. Jedná se o 
program určený pro návrh, simulaci a analýzu sítí. Hlavními výhodami jsou vysoká 
efektivita a výkonnost. Program umožňuje modelovat a zároveň simulovat jakékoliv 
architektury sítí s velikou přesností a vynikajícími vlastnostmi. Základ tvoří grafické 
prostředí, které veškerou práci urychluje a zefektivňuje. Výsledky simulací je možné 
generovat do zpráv ve formátech xml a html, nebo uložit data do tabulek. Také je 
možné opačným postupem načítat již přednastavené vstupní data. Dále je součástí 
prohlížeč animací, díky kterému můžeme názorně sledovat proběhnuté simulace a 
vzájemně je mezi sebou porovnávat. 
Simulace probíhá s určitým zrychlením, takže je možné nasimulovat chování sítě 
za celý týden v řádu hodin. Jednou z největších výhod Opnetu je v jeho objemových 
knihovnách, které mají dostupný zdrojový kód, z čehož plyne, že kód můžeme dále 
upravovat. 
6.2 Simulační model 
Simulační model implementuje fyzickou a MAC vrstvu přesně dle standardu IEEE 
802.15.4-2003. Celý model byl vyvinut v simulačním programu OPNET Modeler 
jmenovitě kvůli jeho přesnosti a sofistikovanému grafickému prostředí. Jednotlivé 
moduly jsou tedy přídavkem pro Opnet, určené k přesnému modelování, simulaci a 
analýze bezdrátových senzorových sítí. Struktura senzorových uzlů je složena ze čtyř 
funkčních bloků: 
1. Fyzická vrstva obsahuje bezdrátový rádiový vysílač (tx) a a přijímač (rx) 
vyhovující specifickému standardu 802.15.4 operujícím na frekvenci 2,4 
GHz a přenosovou rychlostí 250kbps. Vysílací výkon je nastaven na 
hodnotu 1mW a použitá modulační technika Qadrophonic Phase Shift 
Keying (QPSK). 
2. MAC vrstva implementuje slotový mechanizmus CSMA/CA a GTS 
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mechanizmus. Datový provoz GTS, jinak označovaný jako časově-kritický 
provoz, jdoucí z aplikační vrstvy, je uložen do vyrovnávací pamětí určité 
kapacity a odeslán když je posílání GTS aktivní. Běžný datový provoz je 
zase ukládán ve vyrovnávací paměti neomezené velikosti a na základě 
slotového mechanizmu CSMA/CA jsou odesílána v době kdy je aktivní 
CAP. 
3. Aplikační vrstva obsahuje dva generátory provozu. Běžný zdroj provozu a 
zdroj provozu pro GTS. První z nich generuje datové rámce, které jsou 
odesílány během CAP za použiti slotového mechanizmu CSMA/CA. Druhý 
generátor provozu zase generuje časově kritické datové rámce, které jsou 
odesílány pomocí GTS mechanizmu. Pro oba dva druhy provozu může být 
zvolen provoz s potvrzovacím rámcem nebo bez něj. 
4. Modul Baterie počítá zbývající hladinu energie v uzlu. Hodnoty, ze 
kterých je spotřeba počítána, vychází z hodnot spotřeby reálných zařízení 
od firmy Crossbow. 
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6.3 Funkce simulačního modelu 
Zde je přehled implementovaných funkcí dle standardu IEEE 802.15.4, se kterými je 
možno pracovat v aktuální verzi programu 3.0b. 
 Podporované funkce:  
• Beacon-enabled-mód 
• Slotový mechanizmus CSMA/CA v MAC protokolu 
• Formáty rámců (beacon, command, ack, mac_packet) 
• Charakteristika fyzické vrstvy 
• Měření spotřeby energie – Modul Baterie 
• Garantovaný časový slot (GTS mechanizmus) 
• Generování potvrzovaného a nepotvrzovaného datového provozu 
• Topologie star, cluster-tree 
Nepodporované funkce: 
• Non beacon-enabled mód 
Obr. 6.1: Moduly jednotlivých uzlů v programu OPNET Modeler. 
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• Neslotový mechanizmus CSMA/CA v MAC protokolu 
• PAN management 
• Zigbee síťová vrstva  
6.4 Návrh simulace 
Pro měření základních přenosových parametrů byla navržena síť s 50 směrovači a 
koordinátorem v topologii cluster-tree (viz Obr. 6.2). Uzly jsou rozděleny do tří větví, 
každá s trochu jiným počtem a rozložením uzlů. Tím dosáhneme větší různorodosti sítě. 
Dále na obrázku 6.3 je už zrealizovaná síť v programu OPNET Modeler rozprostírající 







Schéma rozložení uzlů v síti a jejich adresace. 
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Obr. 6.3: Zrealizovaná síť v programu OPNET Modeler 
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6.5 Nastavení parametrů objektů 
V síti využíváme jen routerů a koordinátoru. Pro každý z nich je zde volba velkého 
množství parametrů. Přehled nejdůležitějších možných nastavení parametrů a jejich 
vysvětlení je uvedeno v tabulce 6.1. 
 
Tab. 6.1:  Přehled nastavitelných parametrů pro zigbee koordinátor a router. 
MAC Parametry 
Beacon Order Tato hodnota specifikuje, jak často je vysílán beacon. Nastavení hodnoty na 





Minimální hodnota exponentu backoff v CSMA-CA. Pokud je 





Nejvyšší možný počet backoffů, než je zakázán přístup ke 
kanálu. 
Number of 
retransmisions Počet pokusů, kolikrát je paket poslán, pokud není potvrzen. 
PAN ID Umožňuje specifikovat PAN identifikátor uzlu a tedy i celé sítě tvořené koordinátorem. 
Superframe 
Order 
Tato hodnota určuje aktivní délku superrámce. Funguje pouze v Beacon-Enabled 
módu. 
Device Mode Určuje zda se jedná o koordinátor, router nebo koncové zařízení. 
MAC Address Adresa konkrétního zařízení v síti 
Síťové parametry 
Device Depth Maximální hloubka jakou může síť mít. Hodnota je stejná pro 
všechny uzly v síti. 
Maximum children Určuje nejvyšší počet dětí (routerů a koncových zařízení) vázaných na konkrétní koordinátor nebo router. 
Maximum Routers Určuje nevyšší počet routerů a koordinátorů vázaných na jeden konkrétní router. 





Start Time Začátek generování provozu. 
Stop Time Ukončení generovaného provozu. 
Packet Interarrival 
Time Interval generování jednotlivých paketů. 
Packet Size Velikost vysílaných paketů v bitech. 
Acknowledgment Zda se má v síti vysílat potvrzovací rámec 
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7 VÝSLEDKY SIMULACE 
7.1 Popis simulace 
V simulátoru OPNET Modeler je vytvořena síť o velikosti 50 routerů a jednoho 
koordinátoru, který se nachází v jejím středu. Použitá topologie je cluster-tree, ale v celé 
síti není použito žádné koncové zařízení. Kvůli jejich omezené funkčnosti jsou všechny 
nahrazeny zigbee routery. Cílem je zaměřit se na základní přenosové parametry sítě a 
zjistit, jakým způsobem jsou ovlivňovány změnou paramerů superrámce. Jde o 
parametry Beacon Order (BO) a Superframe Order (SO), které určují velikost aktivní 
doby superrámce, kdy jsou v síti posílána data a neaktivní dobu, kdy jsou zařízeni 
v režimu spánku. V tomto simulačním modelu je velikost parametru BO pevně 
nastavena na hodnotu 10. Jedná se o jakousi optimální velikost superrámce, jehož 
výsledná délka je 15,72 sekund. Měnit se bude tedy jen parametr SO a to v rozsahu 0 až 
8 a zároveň se bude zjišťovat jaká je nejvhodnější kombinace přenosových parametrů 
pro navrženou síť. Základní přenosové parametry, které nás zajímají jsou: 
1. Zpoždění: Celkové zpoždění všech paketů v sítí označované také jako 
end-to-end delay. 
2. Ztrátovost: Určuje poměr všech vygenerovaných paketů ke všem 
zahozeným paketů v síti. 
3. Spotřeba energie: Konzumace energie na jednotlivých uzlech v celé síti. 
V simulaci je generován provoz CAP o velikosti 100bitů na každém zařízení v síti 
a je posílán pomocí CSMA/CA mechanizmu. Výsledné statistiky jsou sbírány pro tři 
různé intervaly generovaného datového provozu. Konkrétně T = 0,1s. T = 0,5s a T = 1s. 
7.2 Ztrátovost 
Dalo by se říci, že jde o jakousi celkovou účinnost odesílaných paketů. Vyjadřuje 
totiž poměr všech odeslaných paketů na všech uzlech ke všem zahozeným paketům v 
síti během celého trvání simulace. Ztrátovost v síti vzniká, když se zařízení pokouší 
odesílat data na jiné zařízení, které je ale zrovna zaneprázdněné. Počet takovýchto 
pokusů je omezen a po jejich překročení je paket zahozen. Hodnoty pro zobrazení 
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křivek závislostí ztrátovosti na parametru SO byli zjištěny následovně: 
• maximum: Hodnota nejvyšší ztrátovosti na jednom z uzlů v síti. 
• průměr: Celkový průměr všech průměrných hodnot ztrátovosti na 
zařízeních v síti. 
• minimum: Zde se nepočítá s minimální hodnotou ztrátovosti na jednom 
z uzlů. Ta byla totiž vždy alespoň v krátkém časovém okamžiku rovna nule. 



























Obr. 7.1: Závislost ztrátovosti na změnách parametru SO pro generování datového provozu 
v intervalu T = 0,1s 
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Obr. 7.2: Závislost ztrátovosti na změnách parametru SO pro generování datového provozu 
v intervalu T = 0,5s. 
 
Obr. 7.3: Závislost ztrátovosti na změnách parametru SO pro generování datového provozu 
v intervalu T = 1s. 
Z výsledných závislostí na obrázcích 7.1, 7.2 a 7.3 je vidět, že u nastavení 
parametru SO = 0 dosahuje ztrátovost některého uzlu až 42,8%, což znamená, že je 
zahozen téměř každý druhý paket a to ve všech třech generovaných intervalech. Je to 
způsobeno příliš velkým datovým provozem a příliš krátkou aktivní periodou. Průměrná 













































 charakter, tedy ztrátovost z
přenesení stejného počtu dat k
dosáhnout nějaké úrovně
 
Podívejme se na Obrázek 7.4, kde je lépe vid
nedosáhneme ztrátovosti v
nastavení pro aktuální navrženou sí
 
7.3 Spotřeba energie
Tato část je zaměřena 
z nejdůležitějších údajů v
životnost uzlů bez výmě
výkonu je nastavena defaultn
z datasheetu reálných zigbee za
TelosB. 












Obr. 7.4: Poměr průmě
parametru SO
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• emin: Nejnižší hodnota spotřebované energie určená ze všech uzlů v síti. 
• emax: Nejvyšší hodnota spotřebované energie určená ze všech uzlů v síti. 




Obr. 7.5: Závislost energetické spotřeby na změnách parametru SO pro interval generovaného 
provozu T = 0,1s. 
 
Obr. 7.6: Závislost energetické spotřeby na změnách parametru SO pro interval generovaného 










































 Obr. 7.7: Závislost energetické spot
provozu T = 1s.
Dle očekávání je ene
z Obr. 7.5. Je zde totiž generován nev
na Obr. 7.6 a 7.7, že pro interval 
hodnoty spotřebované energie sejdou na p
To znamená, že konzumace energie je v
nevybije dříve než druhé.
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Z obrázku 4.8 je patrné, průměrná spotřeba pro jednotlivé intervaly parametr SO v 
rozsahu 0 až do 4 stejná. Výrazněji se dále začíná odlišovat jen průměrná spotřeba pro 
interval T = 0,1s. Aby bylo dosáhnuto co nejnižší spotřeby energie, měla by být hodnota 
SO co nejmenší. Výrazněji, ale začne spotřeba stoupat až od hodnoty SO = 5. Pokud 
máme požadavek na co nejnižší energetickou spotřebu v síti, je tedy doporučení pro 
aktuální simulovanou síť hodnota SO ≤ 4. 
7.4 Zpoždění 
V této simulaci uvažujeme průměrné zpoždění všech paketů odeslaných z jednotlivých 
uzlů do uzlu cílového. Ve vytvořené síti jsou všechny pakety odesílány do koordinátoru, 
ten tedy představuje cílový uzel. Předběžné očekávání je, že u nejnižších hodnot 
parametru SO bude zpoždění dosahovat nejvyšších hodnot kvůli velice krátké aktivní 
periodě a vysokého datového provozu síti. V tomto případě byla v charakteristikách 
vynechána nejnižší hodnota zpoždění. Ve výsledcích pro všechna měření se minimum 
pohybuje jen mezi třemi hodnotami: 1,9ms, 2,3ms a 5,9ms. Průběh je tedy vzhledem 
měřítku osy zpoždění lineární a kopíruje osu parametru SO v nule. Není proto nijak 
zajímavý a byl zanedbán. Ve výsledných charakteristikách je zobrazena tedy jen křivka 
dmax, což je závislost zpoždění nejdéle posílaného paketu na parametru SO. Druhá 
křivka je označována jako dprůměr a je to závislost průměrné hodnoty zpoždění všech 
































































Obr. 7.11: Závislost zpoždění na změnách parametru SO pro interval generovaného provozu T = 
1s. 
Velikost průměrného zpoždění paketů pro parametr S = 0 dosahuje na hodnotu 
až 62,77s a to pro interval T = 0,5s (viz Obr. 7.10). Nejmenší průměrné zpoždění při 
stejném parametru je pro T = 1s 46, 94s, což je také velmi vysoká hodnota (viz Obr. 
7.11). Maximální velikost zpoždění některého paketu během celého datového provozu 
byla až 125,77s a to pro interval T = 0,1s (viz Obr. 7.9). Potvrzuje se tedy očekávání, že 
na nejkratší době aktivní periody vzniká nejvyšší zpoždění. Kvůli velikosti datového 
provozu v tak malém časovém úseku jsou kanály na zřízeních často obsazeny a narůstá 



























Obr. 7.12: Poměr průměrných hodnot zpožd
ke změnám parametru 
 Z obrázku 7.12 je patrné
parametru SO nabývají velmi vysokých hodnot. Odezva v
u nastavení SO ≥ 3. Je zajímavé sledovat, 
provozu v nejkratším intervalu.
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V práci byly nejprve popsány základní technické informace o bezdrátové 
komunikační technologii Zigbee vystavěné na standardu IEEE 802.15.4. Úkolem v této 
práci bylo popsat vliv dvou hlavních parametrů superrámce na přenosové parametry 
v síti a navrhnout nejoptimálnější nastavení těchto parametrů pro námi navrženou síť. 
Síť je navržena a simulována v programu OPNET Modelet. Délka simulovaného času 
pro jednotlivá měření byla krátká, jen 8 minut pro každou kombinaci. Simulátor do 
výsledné simulace započítává velké množství okolních vlivů z reálného prostředí, 
z důvodu co nejautentičtějším výsledkům. Náročnost výpočetního výkonu a paměti pro 
potřebnou simulaci je tedy velmi vysoká. Při delší simulaci je přeplněna paměť a 
simulace je ukončena. Výsledkem jsou ale, i přes krátkou simulační dobu, velmi věrné 
výsledky srovnatelné s reálnými zařízeními. Výsledky tedy byly zaměřeny na 
ztrátovost, odezvu a energetickou náročnost v síti a na to, jak se mění se změnou 
parametru SO při konstantním parametru BO. Byl zde vyobrazen průběh minimálních, 
průměrných a maximálních hodnot pro jednotlivé přenosové parametry při třech 
různých kombinacích generování datového provozu a z charakteristik byly zjištěny 
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SEZNAM SYMBOLŮ, VELIČIN A ZKRATEK 
AES  Advanced Encryprtion Standard, šifrování symetrickým klíčem 
APO Application Object, aplikační objek 
BI Beacon Interval, interval mezi dvěma beacony 
BO Beacon Order, Délka periody suuperrámce 
CAP Contention Acces Period, doba volného přístupu 
CFP Contention Free Period, perioda volného přístupu 
CSMA-CA 
Carrier Sense Multiple Access with Collision Avoidance, metoda vícenásobného 
přístupu a naslouchání nosné 
FFD Full Function Device, plně funkční zažízení 
GTS  Guarenteed Time Slots, garantované časové sloty 
 41 
PAN  Personal Area Network, osobní síť 
QPSK  Quadrature Pahase-Shift Keying, offsetové kvadraturní fázové klíčování 
LR-WPAN  Low-data-Rate Wireless Personal Area Network, nízko-rychlostní bezdrátová síť 
RFD  Reduced-Function Device, zařízení se sníženou funkčností 
SD Superframe Duration, délka superrámce 
SO Superframe Order, délka aktivní periody rámce 
 
