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sues  of  Transactions  on  Data  Privacy  have  been  organized  for  the  previous 





location‐based  services  (LBS),  and  web‐based  LBS  in  particular,  which  are 
emerging with  the advances  in positioning  technologies and geolocation stan‐
dards. She identifies the challenges posed by LBS on existing privacy protection 





is analyzed  in  the paper and a privacy‐aware geolocation strategy  is outlined. 





tion of semantic  trajectories”. Authors consider  the  trajectories describing per‐
sonal movement behavior and the opportunities for analyzing and mining hu‐












spatial data, can use  it to  infer private  information from the movements of the 
individuals  recorded  in  these  data  sets.  Examples  for  such  private  data  are 
home address, place of work, and more importantly, their social network. They 
support  their claim with experiments on real mobility data. Authors  then pro‐
pose a  sanitization  technique based on  introducing uncertainty and  removing 
sensitive  information. Experiments  conducted with GEPETO  (GEoPrivacy En‐
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