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61 Johdanto ja keskeiset käsitteet
Turvallinen oppilaitos ja korkeakoulu mahdollistuvat niin työntekijälle, opiskelijalle, sijaiselle, harjoitteli-
jalle tai sidosryhmäedustajalle silloin, kun turvallisuuteen liittyvät tarpeet tulevat huomioiduiksi kokonaisval-
taisesti. On varmasti itsestään selvää, että jokainen koulutusorganisaatio haluaa tehdä työtä turvallisemman 
opiskelu- ja työympäristön mahdollistamiseksi. Tur-
vallisuus ei kuitenkaan synny ulkoistettuna tai pirs-
taleisena, vaan se edellyttää ennen kaikkea johdon 
sitoutumista, systemaattista ja tavoitteellista johta-
mista sekä saumatonta yhteistyötä eri toimijoiden 
kesken. Turvallisuuden johtamiseen liittyy keskeisesti 
riskiperusteisuus, jonka kautta varmistetaan osal-
taan toiminnan jatkuminen normaalioloissa, häiriö-
tilanteissa sekä myös poikkeusoloissa. Organisaation 
turvallisuus onkin määritelty tilaksi, jossa ihmisiin, 
ympäristöön, omaisuuteen, tietoon ja maineeseen 
kohdistuvat riskit ovat hallinnassa ja jossa vahingot 
ovat ehkäistynä ennalta (Lanne 2007, 12). Haaste joh-
tamisessa syntyy siitä, että organisaation turvallisuus 
on dynaaminen tila; se ei ole vakaa, eikä myöskään 
pysyvä tila. Tavoitteiden saavuttamiseksi ja toimin-
nan jatkuvuuden varmistamiseksi on tunnistettava ja käsiteltävä riskejä sekä käytettävä niihin erilaisia hal-
lintakeinoja. 
Kommentteja ja palautetta julkaisusta voi lähettää oppaan kirjoittajille Tiina Rannalle ja Soili Martikaiselle.
Turvallisuus ei kuitenkaan 
synny ulkoistettuna tai 
pirstaleisena, vaan se 
edellyttää ennen kaik-
kea johdon sitoutumista, 
systemaattista ja tavoit-
teellista johtamista sekä 
saumatonta yhteistyötä eri 
toimijoiden kesken. 
7Haavoittuvuus on organisaation sisäinen ominaisuus, joka altistaa sen riskin lähteelle aiheuttaen mahdol-
lisesti ei-toivotun seurauksen (SFS-EN ISO 22300:2018, 37).
Jatkuvuudella tarkoitetaan tässä oppaassa toiminnan jatkuvuutta, toisin sanoen oppilaitoksen ja korkea-
koulun kykyä jatkaa häiriötilanteen jälkeen tuotteidensa ja palvelujensa toimittamista sillä tasolla, joka on 
ennakolta määritelty ja hyväksytty (SFS-EN ISO 22300:2018, 7).
Jatkuvuudenhallinta on oppilaitoksen ja korkeakoulun strategista ja operatiivista toimintaa, jonka avulla 
organisaatio varautuu hallitsemaan häiriötilanteet, kuten myös jatkamaan toimintaa ennalta määritellyllä, 
hyväksyttävällä tasolla. (Kokonaisturvallisuuden sanasto 2017, 31.)
Kokonaisvaltainen, riskiperusteinen turvallisuusjohtaminen pohjautuu riskienhallintaan, jatkuvaan 
parantamiseen ja elinkeinoelämän organisaatioturvallisuusmalliin (Martikainen 2016, 13—14). Turvallisuus-
johtaminen on kiinteä osa organisaation järjestelmällistä johtamista, jonka tavoitteena on ihmisten, ympä-
ristön, omaisuuden, tiedon ja maineen suojaaminen (Elinkeinoelämän yritysturvallisuusmalli 2016, 2). Se 
on jatkuva prosessi, joka etenee turvallisuuspolitiikasta ja tavoitteista suunnitelmien kautta toteutukseen, 
seurantaan, arviointiin ja jatkuvaan parantamiseen. Ennakoiva turvallisuusjohtaminen näkyy suunnitteluna, 
päätöksentekona ja valvontana. (Pelastusviranomaisen valvontasuunnitelman mukainen turvallisuustoi-
minnan riskienarviointimalli 2011, 3.)
Riski on epävarmuuden vaikutus tavoitteisiin. Se kuvataan usein tapahtuman toteutumisen todennäköisyy-
den ja sen seurausten yhdistelmänä. (SFS-Opas 73:2011, 8.) 
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Riskienhallinta  on organisaation johtamista ja ohjaamista riskien osalta.  Riskienhallinta on myös osa 
päätöksentekoa. Se on koordinoitua, tilannekohtaista, ajantasaista toimintaa, joka perustuu parhaaseen 
käytettävissä olevaan tietoon. Riskienhallinta tukee lisäksi organisaation jatkuvaa kehittymistä. (SFS-ISO 
31000:2018, 6, 89.)
Turvallisuus on tila, jossa organisaation ihmisiin, ympäristöön, omaisuuteen, tietoon ja maineeseen koh-
distuvat riskit ovat hallinnassa ja jossa vahingot ovat ehkäistynä ennalta (Lanne 2007, 12).
Varautuminen on toimintaa, jonka avulla varmistetaan häiriötilanteissa ja poikkeusoloissa oppilaitoksen 
ja korkeakoulun tehtävien hoitaminen mahdollisimman häiriöttömästi sekä tarvittavat, tavanomaisesta 
poikkeavat toimet (SFS-EN ISO 22300:2018, 25; Kokonaisturvallisuuden sanasto 2017, 37).
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2 Tavoitteena kokonaisvaltainen, 
riskiperusteinen turvallisuusjohtaminen
Organisaation laatu, turvallisuus ja hyvinvointi kytkeytyvät toisiinsa. Nämä saavutetaan kokonaisvaltai-
sella, riskiperusteisella turvallisuusjohtamisella, jossa näkyy vahvasti johdon sitoutuminen.
2.1 TURVALLISUUSJOHTAMINEN KIINTEÄ OSA MUUTA JOHTAMISTA
Turvallisuusjohtaminen on kiinteä osa organisaation järjestelmällistä johtamista (Elinkeinoelämän yritys-
turvallisuusmalli 2016, 2). Se on jatkuva, ennakointiin tähtäävä prosessi, joka etenee turvallisuuspolitiikasta 
ja tavoitteista suunnitelmien kautta päätöksentekoon, toteutukseen, valvontaan, seurantaan, mittaamiseen, 
arviointiin, analysointiin ja jatkuvaan parantamiseen. (Pelastusviranomaisen valvontasuunnitelman mukainen 
turvallisuustoiminnan riskienarviointimalli 2011, 3; Lanne 2007, 12; Reiman & Oedewald 2008, 435; Martikai-
nen 2016b, 13). Turvallisuusjohtamisen kivijalkana toimivat organisaation arvot, toiminta-ajatus, visio ja stra-
tegia (Kerko 2001, 44—48). Organisaation turvallisuus onkin määritelty tilaksi, jossa ihmisiin, ympäristöön, 
omaisuuteen, tietoon ja maineeseen kohdistuvat riskit ovat hallinnassa ja jossa vahingot ovat ehkäistynä 
ennalta (Lanne 2007, 12). Onnistunutta turvallisuusjohtamista toteutetaan oppilaitoksissa ja korkeakouluis-
sa joustavasti tilanteita ennakoiden pelkän reagoinnin sijaan. Turvallisuustyötä ohjaavat periaatteet, joilla 
tarkoitetaan ylimmän johdon vahvistamia linjauksia turvallisuustyön keinojen, toteuttamisen ja vastuiden 
näkökulmasta. Näitä periaatteita ovat muun muassa turvallisuuden tavoitteiden ja työn vastuiden määrittely, 
riskienhallinnan, turvallisuuskoulutuksen ja -viestinnän toteuttamiseen liittyvät linjaukset sekä turvallisuus-
työn vaikuttavuuden mittaaminen. 
Kokonaisvaltaisessa turvallisuuden kehittämistyössä on tärkeää tunnistaa johdon tahtotila ja sitä kautta 
työn tavoitteet ja suunta. Koulutusorganisaatioiden turvallisuustyö näyttäytyy parhaimmillaan kokonaisuute-
na, jossa näkyy vahva johdon sitoutuminen, johtaminen ja arjen turvallisuustyön toteuttamiseksi suunnatut, 
riittävät resurssit sekä vastuut ja velvoitteet. Onnistunut turvallisuustyö vaatii tiedon ja taidon lisäksi myös 
erityisesti halua mahdollistaa turvallinen sekä viihtyisä opiskelu- ja työympäristö (Ranta & Huovila 2015). Sen 
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2.2 TURVALLISUUSJOHTAMISEN MALLI
lisäksi se edellyttää ajantasaisen lainsäädännön haltuunottoa ja sen ymmärtämistä, että vasta aito, koeteltu 
kyky ja valmius toimia kaikissa mahdollisissa tilanteissa ovat oppilaitoksen ja korkeakoulun toiminnan jat-
kuvuuden edellytys. (Martikainen & Ranta 2014, 34.) Ylimmällä johdolla tarkoitetaan oppilaitoksissa kunnan 
sekä kasvatuksen ja opetuksen ylintä johtoa.
Oppilailla ja opiskelijoilla on oikeus sosiaaliseen, psyykkiseen, pedagogiseen ja fyysiseen turvallisuuteen. 
Sosiaalinen turvallisuus mahdollistaa osallisuuden, osallistumisen ja vuorovaikutuksen. Psyykkinen turvalli-
suus kytkeytyy turvallisuuden ja turvattomuuden tunteisiin; psyykkisesti turvallinen ympäristö tarjoaa apua 
ja tukea. Fyysinen turvallisuus syntyy turvallisista rakennuksista, teknisistä järjestelmistä sekä turvallisesta 
lähiympäristöstä. (Opetustoimen ja varhaiskasvatuksen turvallisuusopas 2019.)
Toinen näkökulma oppilaitoksen ja korkeakoulun kokonaisvaltaiseen turvallisuuteen syntyy siitä, että 
johdetaan turvallisuuden kaikkia osa-alueita organisaation turvallisuusmallin mukaan (Elinkeinoelämän yri-
tysturvallisuusmalli 2016). Malli soveltuu erinomaisesti oppilaitoksiin ja korkeakouluihin siitä huolimatta, että 
se on laadittu alun perin yrityselämän tarpeisiin. Koulutusorganisaatioiden turvallisuusjohtamisen malliksi 
soveltuu erinomaisesti Elinkeinoelämän yritysturvallisuusmalli (2016) sen nimestä huolimatta. Mallin mukaan 
johdettavia turvallisuuden osa-alueita on yhdeksän ja ne menevät osittain päällekkäin. Osa-alueet ovat toi-
minnan turvallisuus, työturvallisuus, pelastusturvallisuus, ympäristöturvallisuus, tietoturvallisuus, toimitila- ja 
kiinteistöturvallisuus, henkilöstöturvallisuus, väärinkäytösten ja poikkeaminen hallinta sekä varautuminen ja 
kriisinhallinta. Turvallisuusjohtamisella suojataan muun muassa oppilaita, opiskelijoita, henkilökuntaa, tietoa, 
mainetta, ympäristöä ja omaisuutta. Riskienhallinta on oleellinen asia tässä osa-alueessa. (Elinkeinoelämän 
yritysturvallisuusmalli 2016,13.) 
Toiminnan turvallisuudella varmistetaan, että tuotettava palvelu on turvallinen. Se muodostuu palvelujen 
turvallisuuden kehittämisestä riskien arvioinnin pohjalta, alihankkijoiden ja palveluntuottajien kanssa teh-
dyistä sopimuksista ja vakuuttamisesta. (Elinkeinoelämän yritysturvallisuusmalli 2016, 8.) Työturvallisuuden 
avulla varmistetaan turvallinen työ ja opiskelu, työntekijöiden, oppilaiden ja opiskelijoiden hyvinvointi ja sitä 
kautta muodostuva hyvä ja vastuullinen yrityskuva. (mt., 13.) 
Pelastusturvallisuus on onnettomuuksien ja tulipalon ennaltaehkäisyä sekä oikeaa ja nopeaa toimintaa 
onnettomuustilanteissa. Onnettomuuksien ennaltaehkäisy onnettomuusriskien tunnistamisen kautta on 
keskeisessä asemassa. Myös henkilökunnan säännöllinen koulutus ja turvallisuusohjeiden laatiminen ovat 
tärkeitä asioita. Vakuutusyhtiöiden suojeluohjeet ja –ehdot antavat tärkeitä tietoja onnettomuuksien ennal-
taehkäisyn näkökulmasta. (mt., 7.) 
Ympäristöturvallisuuden tehtävänä on ottaa huomioon ekologinen kestävyys sekä sidosryhmien ympä-
ristöodotukset. Ympäristöturvallisuuteen kuuluvat myös muun muassa energiatehokkuus, jätehuolto, kemi-
kaaliturvallisuus sekä ilmoitus- ja lupamenettelyt. (mt., 9.) 
Tietoturvallisuuden avulla tunnistetaan kriittinen tieto, varmistetaan tiedon luottamuksellisuus, eheys ja 
käytettävyys. Sen avulla luokitellaan ja käsitellään tietoa, hallitaan käyttö- ja pääsyoikeuksia, huolehditaan 
henkilötietojen käsittelystä sekä yksityisyyden ja viestinnän suojasta. Mukaan kuuluvat lisäksi muun muassa 
haittaohjelmien torjunta, tiedonsiirron suojaaminen, laitteisto- ja ohjelmistoturvallisuus, palomuurit sekä var-
muuskopiointi. Riskienhallintaa tarvitaan myös tässä osa-alueessa. (Elinkeinoelämän yritysturvallisuusmalli 
2016, 10.) 
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Kuvio 1: Turvallinen oppimisympäristö syntyy riskiperusteisen turvallisuusjohtamisen avulla (mukaillen Elin-
keinoelämän keskusliitto  2016; Opetustoimen ja varhaiskasvatuksen turvallisuusopas 2019) 
Toimitila- ja kiinteistöturvallisuuden pyrkimyksenä on taata turvallinen ja häiriötön työ- ja opiskeluym-
päristö sekä taata, että omaisuus ja arvokas tieto pysyvät tallessa. Rakenteellinen turvallisuus ja tilojen suo-
jaaminen kehäsuojausperiaatteen mukaisesti, esteettömyys, kiinteistötekniikka, murtohälytysjärjestelmät, 
lukitus ja avaintenhallinta sekä huolto- ja ylläpitosopimukset, vastuut ja vakuuttaminen ovat osa kiinteistö- ja 
toimitilaturvallisuutta. Riskienhallintaa tarvitaan tässäkin osa-alueessa. (mt., 6.)
Henkilöstöturvallisuuden avulla suojataan ihmisten, mukaan lukien myös vierailijoiden turvallisuutta 
onnettomuuksia ja rikoksia vastaan. Kriittisten henkilöresurssien turvaaminen, turvallisuusselvitykset, vara-
henkilöjärjestelmä, tavoitettavuusjärjestelyt sekä matkustusturvallisuus ovat osa henkilöstöturvallisuutta. 
Riskienhallinta on tärkeä tehtävä myös tässä osa-alueessa. (mt., 5.)
Väärinkäytösten ja poikkeamien hallintaa tarvitaan haitallisten tapahtumien, kuten väärinkäytösten ja 
rikosten, ennaltaehkäisyyn ja niiden selvittämiseen. Haitalliset tapahtumat voivat kohdistua esimerkiksi hen-
kilökuntaan, toimintaan tai omaisuuteen. Tässä osa-alueessa tarvitaan riskienhallintaa. (Elinkeinoelämän yri-
tysturvallisuusmalli 2016, 11.) Varautuminen ja kriisinhallinta ovat tärkeitä tehtäviä, jotta voitaisiin tunnistaa, 
ennakoida ja suojautua odottamattomia tilanteita varten. Tärkeää on toimintakyvyn säilyttäminen ja nopea 
toipuminen, jotta organisaation toiminta jatkuisi. Riskienhallinta on oleellinen asia myös tässä osa-alueessa. 
(mt., 12.)
Kuvion 1 mukaisesti sosiaalinen, psyykkinen, pedagoginen ja fyysinen turvallisuus linkittyvät suoraan 
Elinkeinoelämän keskusliiton (2016) laatiman organisaation turvallisuusmallin toiminnan turvallisuuteen, 
riskienhallintaan, turvallisuusjohtamiseen ja turvallisuuskulttuuriin. Turvallisuusjohtamisen avulla saadaan 
aikaan turvallinen oppimisympäristö.
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Turvallisuusjohtamista toteutetaan riskienhallinnan, hallinnollisen johtamisen, kiinteistö- ja turvallisuus-
tekniikan, turvallisuusdokumentoinnin ja -koulutuksen, ennakoivan viestinnän, kriisiviestinnän sekä lainsää-
dännön seurannan ja vaatimusten täyttymisen avulla. Turvallisuusjohtamisen toteutumista myös seurataan, 
mitataan, analysoidaan ja kehitetään. (Pelastusviranomaisen valvontasuunnitelman mukainen turvallisuus-
toiminnan riskienarviointimalli 2011.) Elinkeinoelämän keskusliiton (2016) malli kuvaa, miten organisaation 
strategia ja riskienhallinta kytkeytyvät turvallisuusjohtamiseen ja turvallisuuskulttuuriin. Lisäksi malli auttaa 
hahmottamaan, mitä kaikkia turvallisuuden osa-alueita on johdettava toiminnan jatkuvuuden, turvallisuuden 
ja vaatimustenmukaisuuden saavuttamiseksi. Turvallisuusjohtaminen ei ole pysyvä olotila, vaan se edellyttää 
jatkuvaa kehittämistä osana kaikkea organisaation toimintaa.
2.3 TURVALLISUUSJOHTAMISEN HAASTEET
Erilaisten organisaatioiden ja yhteisöjen arkeen liittyy turvallisuustyön näkökulmasta haasteita, joita 
voidaan ratkaista yhdistämällä laatu- ja turvallisuusjohtaminen (Rasmussen & Svedung 2000, 48, 72). Oppi-
laitosten ja korkeakoulujen turvallisuusjohtaminen on parhaimmillaan kokonaisvaltaista, päämäärätietoista, 
systemaattista ja ennakoivaa toimintaa. Sen tarkoituksena on yhteisön jäsenten, omaisuuden, maineen, ym-
päristön ja tiedon suojaaminen. Turvallisuustyön suunnittelua ei vielä kuitenkaan koeta perustehtävästä läh-
tevänä, strategisena tehtävänä. Tästä syystä turvallisuustyötä on vielä harvoin kuvattu johdon määrittelemien 
turvallisuutta ohjaavien periaatteiden kautta. Monessa oppilaitoksessa ja korkeakoulussa onkin todettu, ettei 
siellä vielä pystytä hahmottamaan, mistä ja miten kokonaisvaltaisen turvallisuusjohtamisen pitäisi muodos-
tua. Koulutusorganisaatioiden turvallisuustyötä on tehty oikein elementein, mutta sirpaleisesti. Systemaat-
tinen turvallisuustyö on osin vielä kehittymässä ja toivottavaa olisi, että se jo lähitulevaisuudessa rakentuisi 
kohteittensa perustehtävästä johdettuna toimintana. (Ranta & Huovila 2015.) Yksi keskeisistä haasteista on 
lisäksi turvallisuusjohtamisen toteuttaminen riskiperusteisesti. Näin ei vielä tapahdu. Myös kuva siitä, mitä 
turvallisuustyöllä tavoitellaan ja miten sidosryhmäyhteistyötä hyödynnetään turvallisuustoiminnassa, puut-
tuu. Turvallisuutta ei pitäisi ulkoistaa. Tämän kokonaisuuden haltuun ottamisessa on vielä selkeitä haasteita. 
(Martikainen 2016a,147—150.)
Suunnitelmallisella, riskiperusteisella turvallisuusjohtamisella saadaan paitsi organisaation henkilökunta 
mukaan turvallisuustalkoisiin niin myös parannuksia tuottavuuden näkökulmasta. Turvallisessa ympäristössä 
henkilökunta voi keskittyä omaan työhönsä, kun taas turvattomuus sitoo heidät murehtimaan omaa tilannet-
taan, ja työ eittämättä kärsii. 
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Turvallisuusjohtaminen on tärkeä, kiinteä osa organisaation johtamista, jonka tavoitteena on ihmisten, 
ympäristön, omaisuuden, tiedon ja maineen suojaaminen. Elinkeinoelämän keskusliiton (2016) organisaatio-
turvallisuusmalli  mahdollistaa yrityselämän toimijoiden lisäksi myös oppilaitoksille ja korkeakouluille selkeän 
ja käyttökelpoisen mallin johdettavista osa-alueista. Turvallisuusjohtaminen edellyttää ylimmän johdon sitou-
tumista ja suunnan näyttämistä turvallisuustyön tavoitteiden, keinojen, vastuiden ja arvioinnin avulla. Tavoit-
teena on kokonaisvaltainen turvallisuusjohtaminen, jonka juuret ovat riskienhallinnassa, jatkuvassa paran-
tamisessa sekä koko henkilöstön ja myös sidosryhmien mukaan ottamisessa turvallisuuden kehittämiseksi.
• Turvallisuusjohtaminen on kiinteä osa organisaation  
järjestelmällistä johtamista
• Se on jatkuva, ennakointiin tähtäävä prosessi, joka etenee 
turvallisuuspolitiikasta ja tavoitteista suunnitelmien kautta 
päätöksentekoon, toteutukseen, valvontaan, seurantaan, 
mittaamiseen, arviointiin, analysointiin ja jatkuvaan  
parantamiseen
• Turvallisuusjohtaminen edellyttää ylimmän johdon sitoutu-
mista ja suunnan näyttämistä turvallisuustyön  
tavoitteiden, keinojen, vastuiden ja arvioinnin avulla. 
• Tavoitteena on kokonaisvaltainen turvallisuusjohtaminen, 
jonka juuret ovat riskienhallinnassa, jatkuvassa  
parantamisessa sekä koko henkilöstön ja myös sidosryhmi-
en mukaan ottamisessa turvallisuuden kehittämiseksi.
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Riskienhallinta-ajattelu on osa organisaation vaatimustenmukaisuuden, varautumisen ja jatkuvuuden 
hallintaa. Nykylainsäädäntö lähtee siitä ajatuksesta, että organisaation on tunnettava ja arvioitava sen omaan 
toimintaan liittyvät riskit sekä ryhdyttävä tarvittaviin, korjaaviin toimiin. Riskienhallinnan tulisi olla osa kaik-
kea toimintaa.
3 Riskienhallintaosaaminen
3.1 TURVALLISUUDEN JA RISKIENHALLINNAN KESKEISET KÄSITTEET
Turvallisuus mielletään vaaran ja uhan vastakohdiksi. Riskin, vaaran ja uhkan käsitteitä käytetään usein 
arkikeskustelussa toistensa synonyymeinä, vaikka käsitteet tarkoittavat eri asioita. Vaara on hyvin toden-
näköinen mahdollisuus sille, että vamma, haitta tai vahinko tapahtuu tai on jo tapahtunut (Kokonaisturval-
lisuuden sanasto 2017, 40; SFS-Opas 73:2011, 12). Uhkalla tarkoitetaan mahdollisesti toteutuvaa, haitallista 
tapahtumaa tai kehityskulkua. Uhkan ja vaaran välillä on selkeä ero: uhka on epävarmempi kehityskulku kuin 
vaara, jota voidaan käsitellä riskienhallinnan keinoin. (Kokonaisturvallisuuden sanasto 2017, 66). Riski kytkey-
tyy oleellisesti epävarmuuteen ja se merkitsee epävarmuuden vaikutusta tuloksiin. Usein riski ilmaistaan ris-
kin toteutumisen todennäköisyyden sekä tapahtuman seurausten tai olosuhteiden muutosten yhdistelmänä. 
(SFS-ISO 31000:2018, 6.) 
Video 1: Turvallisuuden ja riskienhallinnan käsitteet
TUTUSTU KESKEISIIN KÄSITTEISIIN 
VIDEON 1 
AVULLA (KESTO 10:32).
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Turvallisuuskulttuuri on kiinteä osa organisaatiokulttuuria, eikä se ole oma itsenäinen, erillään johdettava 
asia. Turvallisuuskulttuuri on se osa organisaatiokulttuuria, jossa turvallisuuteen liittyvät arvot ja perusole-
tukset korostavat turvavallisuutta ja sitoutumista. Se on näkymätöntä ja vain sen ilmentymät voidaan nähdä. 
(Reiman 1999, 42.) Huomionarvoista on, että organisaatiokulttuuri vaikuttaa myös turvallisuuskulttuuriin. 
Organisaatiokulttuuri syntyy Scheinin (1987) mukaan organisaatiossa vallitsevista artefakteista, julkilau-
sutuista arvoista ja perusoletuksista. Artefaktit muodostuvat fyysisestä ja sosiaalisesta työympäristöstä, pu-
hutusta ja kirjoitetusta kielestä sekä näkyvästä käyttäytymisestä. Lisäksi artefakteihin kuuluvat viestintä, auk-
toriteetit, suhtautuminen toimintaan, työn tulokset, viihtyvyys, teknologia ja rituaalit. Artefaktien taustalla 
vaikuttavat organisaation arvot. Artefaktit ovat näkyviä, mutta ne eivät aina ole organisaation ulkopuoliselle 
henkilölle helposti tulkittavissa olevia asioita. Organisaatiokulttuurin ilmentymistä artefaktien muuttaminen 
on helpointa. 
Julkilausutut arvot ohjaavat organisaation toimintaperiaatteita ja valintoja. Ne vaikuttavat organisaa-
tion henkilökunnan käsitykseen siitä, miten asioiden tulee olla, mitkä ratkaisut toimivat ja mitkä asiat ovat 
tavoittelemisen arvioisia. Julkilausutut arvot ovat artefakteja selvempi tiedostamisen taso. Perusoletukset 
ohjaavat käyttäytymistä. Ne ovat itsestäänselvyyksiä, näkymättömiä ajatuksia, tunteita ja uskomuksia. Ne 
ovat organisaatiokulttuurin syvintä, alitajuista tasoa. Perusoletuksia on vaikea tunnistaa ja muuttaa. (Schein 
1987, 32—36.) On huomionarviosta, että organisaation jäsenillä ei välttämättä kuitenkaan ole yhteistä organi-
saatiokulttuuria. Organisaation eri tasoille tai yksiköihin voi muodostua oma alakulttuurinsa.
Turvallisuuskulttuuri vaikuttaa siihen, miten tärkeäksi turvallisuus koetaan, mitä turvallisuuden hyväksi 
tehdään sekä saako turvallisuus etusijan päätöksiä tehtäessä. Hyvä turvallisuuskulttuuri edellyttää sekä 
johdon että henkilökunnan vahvaa sitoutumista. Esimiesten tehtävänä on määritellä vastuut sekä se, miten 
työ tehdään turvallisesti. Esimiehet huolehtivat myös valvonnasta, määritelevät pätevyysvaatimukset sekä 
kouluttavat henkilökuntaa. Esimiesten tehtävänä on lisäksi palkita ja tarvittaessa rangaista rikkomuksista, 
kuten myös tarkastaa, katselmoida ja vertailla. Henkilökunnalla on oltava kysyvä asenne, harkitsevainen ja 
täsmällinen ote työhön sekä kyky viestiä. (International Atomic Energy Agency 1991, 3-5, 9—14; Reason 1997, 
192—194). 
Ruuhilehto ja Vilppola (2000) toteavat, että organisaation turvallisuuskulttuuri voi olla joko jälkikäteen 
reagoivaa tai ennakoivaa. Reagoivassa turvallisuuskulttuurissa ”sammutetaan tulipaloja” ja vasta onnetto-
muus saa organisaation reagoimaan sekä ryhtymään korjaaviin toimiin. Reagoivan turvallisuuskulttuurin 
organisaatiossa ei ole välttämättä turvallisuustavoitteita, vaan turvallisuustoiminnan tavoitteena on on-
nettomuuksien vähentäminen. Turvallisuuteen liittyviä suunnitelmia ei tehdä tai jos tehdään, ne ovat vain 
yleisellä tasolla. Lainsäädännön vaatimusten vuoksi laaditaan turvallisuusohjeita ja vasta onnettomuuden 
tapahduttua päädytään laatimaan yksityiskohtaisia ohjeita, joita organisaatio tarvitsee. Turvallisuusasioista 
keskustellaan harvoin ja viranomaisvaatimusten täyttymiseksi järjestetään turvallisuuskoulutusta. 
Ennakoivan turvallisuuskulttuurin organisaatiossa sen sijaan määritetään turvallisen toiminnan kriteerit 
ja henkilökuntaa osallistetaan turvallisuustyöhön. Toimintaa ja käyttäytymistä arvioidaan säännöllisesti. 
Turvallisuuden tavoitteet asetetaan kaikille tasoilla ja turvallisuustavoitteet on integroitu muuhun tavoit-
teenasetteluun. Turvallisuuteen laaditaan sekä yleisiä että yksityiskohtaisia työohjeita ja ne pohjautuvat 
työtehtävien riskien arviointiin. Organisaation jäsenille annetaan palautetta turvallisuustoiminnasta ja turval-
3.2 RISKIENHALLINTA OLEELLISENA OSANA HYVÄÄ TURVALLISUUSKULTTUURIA 
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lisuusasiat ovat säännöllisesti mukana muun muassa kokousten esityslistoilla. Onnettomuuksien estämiseksi 
tarkastellaan organisaation johtamisjärjestelmää. Lisäksi turvallisuuskoulutus on suunnitelmallista ja omia 
turvallisuustavoitteita tukevaa. (Ruuhilehto & Vilppola 2000, 22—23; International Atomic Energy Agency 
2002, 17—19.) 
Organisaatiota johdetaan ja ohjataan riskienhallinnan avulla, joka on oleellinen osa hyvää turvallisuus-
kulttuuria. Riskienhallinnan tulee olla kokonaisvaltaista sekä kattaa strategiset, taloudelliset, operatiiviset 
ja vahinkoriskit. Riski voi olla positiivinen tai negatiivinen (SFS-Opas 73:2011, 8). Positiivinen riski liittyy esi-
merkiksi strategiaan, kun taas onnettomuuksiin ja vahinkoihin liittyvät riskit ovat negatiivisia. Varautumisella 
organisaatio kykenee hallitsemamaan toimintakykyään mahdollisimman hyvin kaikissa tilanteissa. Varautu-
minen on jatkuvuudenhallintaa; toimintaa, jolla voidaan varmistaa mahdollisimman häiriötön toiminta varau-
tumalla erilaisiin uhka- ja häiriötilanteisiin. Varautumisen työkaluina toimivat muun muassa riskienarviointi 
ja turvallisuussuunnittelu. (Kokonaisturvallisuuden sanasto 2017, 37; Varautuminen ja jatkuvuudenhallinta 
kunnassa 2012, 4.)
Riskienhallintaa tarvitaan organisaation kaikissa toiminnoissa ja kaikilla tasoilla. Kuvion 2 mukaisesti 
riskienhallintaa tehdään, jotta organisaation toiminta voisi jatkua. 
Kuvio 2: Riskienhallintaa tarvitaan organisaation kaikissa toiminnoissa kaikilla tasoilla (Kuvio, Martikainan & 
Ranta, valokuvat: Pixabay)
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3.3 RISKIENHALLINTAPROSESSI JA RISKIEN ARVIOINTI
Organisaation arvon luomiseksi ja arvon säilyttämiseksi on standardissa SFS-ISO 31000:2018 tunnistettu 
vaikuttavan riskienhallinnan periaatteita. Niiden mukaan riskienhallinnan tulee olla olennainen osa kaikkea 
organisaation toimintaa, jonka vuoksi se on sisällytettävä johtamisjärjestelmään. Riskienhallinnan toiminta-
mallin on oltava kattava ja hyvin jäsennelty, jolloin saadaan aikaan yhdenmukaisia ja vertailukelpoisia tulok-
sia. Riskienhallinnan puitteiden ja prosessin tulee olla räätälöity organisaation omiin tarpeisiin, eikä niitä voi 
kopioida toisesta organisaatiosta. Sidosryhmien mukaan ottaminen riskienhallintaan tarjoaa organisaatiolle 
ainutlaatuisen mahdollisuuden hyödyntää sidosryhmien tietoja, kokemusta ja havaintoja.  Riskienhallinnan 
tulee olla dynaamista, jolloin kyetään oikea-aikaisesti ennakoimaan, havaitsemaan ja reagoimaan sisäisen ja 
ulkoisen toimintaympäristön muutoksiin. Riskienhallinnan lähtötietojen on perustuttava parhaaseen saata-
vissa olevaan tietoon. Myös inhimilliset ja kulttuurilliset tekijät pitää ottaa huomioon. Lisäksi riskienhallinnan 
kehittäminen oppimisen ja kokemuksen kautta on tärkeää. (SFS-ISO 31000:2018, 7—9.)
Riskienhallinnan puitteet muodostuvat organisaation johtamisjärjestelmästä, ylimmän johdon johtajuu-
desta ja sitoutumisesta, riskienhallinnan toimintaperiaatteista, resursseista, rooleista, vastuista ja valtuuksis-
ta sekä organisatorisista järjestelyistä. Riskienhallinnan puitteisiin sisältyvät myös viestintä ja tiedonvaihto, 
kuten myös riskienhallinnan suunnittelu, toteuttaminen, arviointi ja kehittäminen. Riskienhallinta on koordi-
noitua, tilannekohtaista ja ajantasaista toimintaa, joka perustuu parhaaseen käytettävissä olevaan tietoon. Se 
tukee myös organisaation innovointia ja jatkuvaa kehittymistä. Kaikilla organisaatiolla on sisäisiä ominaisuuk-
sia, haavoittuvuuksia, jotka altistavat organisaation riskeille ja sitä kautta myös ei-toivotuille tapahtumille. 
(SFS-ISO 31000:2018, 7, 9, 16.) 
Riskienhallinta on kokonaisprosessi, joka muodostuu toimintaperiaatteiden, menettelyjen ja käytäntöjen 
järjestelmällisestä soveltamisesta toimintaympäristön määrittelemiseen, riskien arviointiin, riskien käsit-
telyyn, seurantaan ja katselmointiin, viestintään ja tiedonvaihtoon, kirjaamiseen ja raportintiin.  (SFS-Opas 
73:2011, 8—9, 11, 14—15; SFS-ISO 31000: 2018,14—15). Riskien arviointiin sisältyy riskien tunnistaminen, 
riskianalyysi ja riskin merkityksen arviointi. Riskianalyysi on prosessi, jonka tarkoituksena on ymmärtää riskin 
luonne sekä määrittää riskitaso. (SFS-ISO 31000: 2018, 14, 16—17.) 
Riskitaso voidaan määritellä joko sanallisesti tai riskilukuna. Riskiluku lasketaan riskin toteutumisen 
todennäköisyyden ja tapahtuman seurausten tulona. Riskianalyysin tulosten perusteella riskin merkitystä 
arvioidaan̈ ja tuloksia verrataan riskikriteereihin. Riskin merkitystä arvioitaessa määritellään, onko riski hy-
väksyttävä vai pitääkö sitä käsitellä. (SFS-ISO 31000: 2018, 17.) Riskien arvioinnista on tarpeen laatia kirjallista 
dokumentaatiota, jossa kuvataan riskienhallintaprosessi ja mahdollisimman konkreettisesti tunnistetut riskit 
(SFS-ISO 45001:2018, 20). Taulukossa 1 on esimerkki riskiluvun määrittämisestä ja riskin merkityksen arvioin-
nista. 
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Taulukko 1: Esimerkki riskiluvuista ja riskin merkityksen arvioinnista
Riski voi olla merkityksetön, vähäinen, kohtalainen, merkittävä tai sietämätön. Hyväksyttävällä riskillä 
tarkoitetaan sellaista riskin tasoa, jolla organisaatio täyttää sekä lakisääteiset velvoitteensa että omat tur-
vallisuusperiaatteensa. Riskin hyväksyminen on tietoinen päätös riskin ottamiseen (SFS-Opas 73: 2011, 13). 
Riskin käsittelyssä muokataan riskiä käyttäen ja toteuttaen joko yhtä tai useampaa valittua riskin käsitte-
lytapaa. Riskienhallinnan prosessin aikana arvioidaan riskin käsittelyä, riskitasoa sekä myös tarkastellaan 
jäännösriskiä. Tarvittaessa voidaan aloittaa uusi riskin käsittely. Riskin käsittelyssä voidaan jakaa, lieventää, 
poistaa, torjua tai ottaa riski. Riskin käsittelyyn kuuluu oleellisesti suunnittelu siitä, missä järjestyksessä riski-
enkäsittelytoimet tehdään. On myös tiedostettava, että riskin käsittely voi muuttaa tai aiheuttaa uusia riskejä. 
(SFS-Opas 73: 2011, 14; SFS-ISO 31000: 2018, 18—19.) Jokaiselle ei-hyväksyttävälle riskille on suunniteltava 
ennaltaehkäisevät järjestelyt, varautumisjärjestelyt sekä se, miten toimitaan riskin toteutuessa. Jokaiselle 
riskille nimetään omistaja, henkilö tai taho, jonka tehtävänä on hallita riskiä. Tutustu riskienhallintaprosessiin 
videon 2 avulla (1. osan kesto 13:28 ja 2. osan kesto 10:10).
Video 2: Riskienhallinnan prosessi (2 osaa)
TUTUSTU RISKIENHALLINTAPROSESSIIN 
VIDEON 2 AVULLA 
 
OSA 1 (KESTO 13:28)
OSA 2 (KESTO 10:10)
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Potentiaalisten ongelmien analyysi (POA) on helposti opittava, käytännönläheinen menetelmä arvioida 
oman työpaikan riskejä yhdessä työyhteisön toimijoiden kanssa. POA tuo hiljaisen aivoriihen avulla kaikkien 
riskien arviointiin osallistuvien henkilöiden tunnistamat vaarat esille. Niitä analysoidaan, merkitystä arvioi-
daan ja käsitellään yhdessä keskustelumuotoisessa aivoriihessä. Näin subjektiivinen riskien arviointi tulee 
yhdessä toimien, erilaisten asiantuntijoiden ja työtehtävien näkökulmia yhdistäen niin objektiiviseksi kuin 
mahdollista. POA soveltuu erinomaisesti oppilaitosten ja korkeakoulujen kasvatuksen riskien arviointiin. Kat-
so ohjeet POAn käyttöön videolta 3 (kesto 14:19). 
Video 3: Riskien arviointi potentiaalisten ongelmien analyysin (POA) avulla
TUTUSTU KESKEISIIN KÄSITTEISIIN 
VIDEON 3
AVULLA (KESTO 14:19).
Liitteessä 2 on esimerkki POA-analyysilomakkeesta, johon on koottu eräitä mahdollisia oppilaitoksen ja 
korkeakoulun riskejä. Katso ohjeet POA-analyysilomakkeen täyttämiseen videolta 4 (kesto 6:22).
TUTUSTU KESKEISIIN KÄSITTEISIIN 
VIDEON 4
AVULLA (KESTO 6:22).
Video 4: POA-analyysilomakkeen täyttäminen
Sidosryhmäyhteistyö on tärkeä osa oppilaitosten ja korkeakoulujen turvallisuusjohtamista ja samalla siis 
myös varautumista. Perinteisten sidosryhmien joukosta voi puuttua merkittäviä turvallisuuteen vaikuttavia 
toimijoita, jonka vuoksi on tärkeää tunnistaa erikseen sidosryhmät turvallisuuden näkökulmasta. Sidosryhmä 
on henkilö tai ryhmä, jonka edut liittyvät organisaation toimintaan, joka voi vaikuttaa johonkin päätökseen 
tai toimintoon tai on vaihtoehtoisesti jonkin päätöksen tai toiminnon vaikutuksen kohteena. Merkittävät 
sidosryhmät voivat aiheuttavaa vakavan riskin organisaatiolle, jos niiden odotuksia ja tarpeita ei pystytä 
täyttämään. Tyypillisiä organisaatioiden sidosryhmiä ovat omistajat, työntekijät, asiakkaat, toimittajat ja 
alihankkijat, luotonantajat, valtio, hallitus, viranomaiset, tiedotusvälineet, paikallisyhteisöt, järjestöt, liitot ja 
muut ryhmät. (SFS-EN ISO 9000:2015, 7; SFS-Opas 73:2011, 10; Kujala & Kuvaja, 2002,87). 
Myllykangas (2009, 178) toteaa, että sidosryhmäanalyysin avulla organisaatio hahmottaa toimintansa 
kannalta tärkeitä toimijoita. Analyysin tulee myös olla jatkuvaa, sillä toimintaympäristö ja sen kautta yksit-
täisten sidosryhmien merkitys muuttuvat. Vaikka samassa kunnassa osa turvallisuuden sidosryhmistä olisi 
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kaikille alueen oppilaitoksille ja korkeakouluille yhteisiä, on silti tärkeää, että jokainen kohde tunnistaa itse 
omat turvallisuuden sidosryhmänsä. Turvallisuuden sidosryhmät voidaan tunnistaa esimerkiksi oppilaitoksen 
ja korkeakoulun turvallisuusryhmässä. Sidosryhmiä tunnistettaessa on hyvä esittää seuraavat kysymykset: 
Mitkä sidosryhmät ja toimijat ovat meidän toimialallamme aktiivisia vaikuttajia? Onko olemassa sidosryhmiä, 
joiden odotukset ja näkemykset ovat meille entuudestaan melko tuntemattomia? Onko olemassa sidosryh-
miä, joiden toiminta voi aiheuttaa meille yllätyksiä? Mihin sidosryhmiin kaltaisemme muut organisaatiot 
pitävät yhteyttä? Sidosryhmien vaikuttavuuden tarkka mittaaminen on vaikeaa. (Kujala & Kuvaja 2002,135.) 
Kujalan ja Kuvajan (2002) mukaan sidosryhmillä on juridisten oikeuksien sekä sopimussuhteeseen liittyvi-
en oikeuksien lisäksi myös oikeutettuja odotuksia organisaatiota kohtaan. Vastuullisen ja välittävän johtami-
sen keskeisiä seikkoja ovat sidosryhmien huomioiminen sekä vuoropuhelu heidän kanssaan. Ylimmän johdon 
sitoutuminen sidosryhmäyhteistyöhön on tärkeää. Sidosryhmien tarpeet, arvot ja odotukset on syytä ottaa 
huomioon, sillä organisaatio ei ole olemassa pelkästään itseään varten. Vuoropuhelun avulla organisaatio voi 
myös vaikuttaa sidosryhmiin sekä auttaa heitä näkemään organisaation liikkumavarat erilaisissa tilanteis-
sa. Toistensa arvojen ja motiivien ymmärtäminen 
auttaa turvaamaan organisaation toimintaedel-
lytykset. Sidosryhmäyhteistyön avulla voidaan 
lisäksi välttää mahdollisia kriisejä. Sidosryhmien 
kautta on mahdollista saada uudenlaista osaa-
mista organisaation käyttöön. Parhaimmillaan 
onnistunut sidosryhmätyö hyödyntää kaikkia yh-
teistyössä mukana olevia osapuolia. Olennaista 
on, että sidosryhmien osaamista arvostetaan. 
Vaikka vuoropuhelu voi pitkittää päätöksentekoa, 
pidemmällä tähtäimellä sen avulla saadaan aikai-
seksi kestävällä pohjalla olevia päätöksiä. (Kujala 
& Kuvaja 2002, 83—85, 88). 
Sidosryhmäyhteistyö on samalla myös osa 
oppilaitoksen ja korkeakoulun riskienhallintaa. 
Sidosryhmien ottaminen sopivalla tavalla ja oi-
keaan aikaan mukaan turvallisuustyöhön auttaa 
varmistamaan, että turvallisuusjärjestelyt ovat 
tarkoituksenmukaisia ja ajantasaisia. Lanne 
(2007, 91—94) toteaa, että organisaation turvallisuusjohtamisen hallintaan voidaan vaikuttaa merkittävästi 
yhteistyöllä ja vuorovaikutuksella. Yhteistyön tärkeys tulee erityisesti esille silloin, kun vastuut ja tehtävät 
jakautuvat usealle eri toimijalle. Kaikkien turvallisuustoimijoiden välinen yhteistyö ja vuorovaikutus auttavat 
tavoitteiden asettamisessa, ongelmanratkaisussa sekä päätöksenteossa. Yhteistyö ja vuorovaikutus auttavat 
myös koordinoimaan vastuita ja velvollisuuksia. Arvokasta organisatorista oppimista syntyy, kun sidosryhmät 
jakavat tietoa, omia kokemuksiaan, käsityksiään ja näkökulmiaan. Muiden osaaminen auttaa myös näkemään 
eri turvallisuuden osa-alueiden merkityksen kokonaisturvallisuuden hallinnan kannalta. On tärkeä muistaa, 
että organisaatio tarvitsee puitteet ja menettelytavat, jotka kannustavat yhteistyöhön ja vuorovaikutukseen 
sidosryhmien välillä. (Lanne 2007, 91—94; SFS-ISO 31000:2018, 8-9.)
Turvallisuuden sektorilta löytyy selkeitä ja luontevia sidosryhmiä kuvion 3 mukaisesti. Mitä keskemmällä 
kuviota sidosryhmä on, sitä aktiivisempaa ja monipuolisempaa on turvallisuusviestintä.
Mitkä sidosryhmät ja toimijat 
ovat meidän toimialallamme 
aktiivisia vaikuttajia? Onko 
olemassa sidosryhmiä, joi-
den odotukset ja näkemyk-
set ovat meille entuudestaan 
melko tuntemattomia? Onko 
olemassa sidosryhmiä, joiden 
toiminta voi aiheuttaa meille 
yllätyksiä? Mihin sidosryh- 
miin kaltaisemme muut or-
ganisaatiot pitävät yhteyttä?
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Kuvio 3: Oppilaitoksen/korkeakoulun turvallisuuden sidosryhmiä (Kuvio: Martikainen & Ranta)
Sidosryhmä kannattaa ymmärtää hyvin laajasti. Oppilaitoksen ja korkeakoulun turvallisuuden sidos-
ryhmiä voivat olla muun muassa koko henkilökunta, oppilaat, opiskelijat, kunta, omistaja, johto, keskeiset 
viranomaiset, muut toimitilan käyttäjät sekä tuotteiden ja palvelujen tuottajat. Myös ammattiyhdistykset 
ja toimialayhdistykset, oppilaitokset, korkeakoulut, media, ympäröivät asukkaat ja yritykset voivat kuulua 
turvallisuuden sidosryhmiin. 
On useita tapoja sidosryhmien luokittelemiseksi. Niskala, Pajunen ja Tarna-Mani (2009, 61) toteavat, että 
yleinen tapa on jakaa sidosryhmät sisäisiin ja organisaation ulkoisiin, välittömiin ja välillisiin tai ensisijaisiin ja 
toissijaisiin sidosryhmiin. Välilliset sidosryhmät ovat edustuksellisia sidosryhmiä, kuten esimerkiksi kansalais-
järjestöjä. Ensisijaisilla sidosryhmillä on virallinen, sopimukseen perustuva suhde organisaation kanssa ja tois-
sijaisiin sidosryhmiin kuuluvat kaikki muut sidosryhmät. Kujala ja Kuvaja (2002,133—135) jakavat sidosryhmät 
aktiivisiin ja passiivisiin sidosryhmiin. Aktiivisiin sidosryhmiin kuuluvat ne sidosryhmät, joiden kanssa käydään 
aktiivista vuoropuhelua, kun taas passiivisten sidosryhmien kanssa vuorovaikutus on lähinnä tiedon välittä-
mistä. Jos sidosryhmien määrä olisi suuri, kaikkiin ei voida pitää yhteyttä jatkuvasti. Kaikkien sidosryhmien 
kanssa ei myöskään voida keskustella jokaisesta päätöksestä. 
Kujala ja Kuvaja (2002,147—149, 153) muistuttavat, että sidosryhmävuoropuhelun tavoitteet ja toteutus-
tavat on hyvä sopia yhdessä. Yhteistyö sidosryhmien kanssa kannattaa käynnistää, ennen kuin yhteistyössä 
havaitaan ongelmia. Sidosryhmäyhteistyö tuo esiin mahdolliset ristiriitaiset tarpeet ja odotukset, joihin voi-
daan vastata, ennen kuin tilanne ajautuu konfliktiin.
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3.5 YHTEENVETO
Turvallisuusjohtaminen perustuu riskienhallintaan, jolla tarkoitetaan organisaation johtamista ja ohjaa-
mista riskien osalta. Riskienhallinta on keskeinen osa päätöksentekoa ja organisaation toiminnan jatkuvaa 
kehittymistä. Riskienhallinnan näkökulmasta oman organisaation turvallisuustarpeiden ja –toiveiden selvit-
tämisen lisäksi on myös sidosryhmien arvot, tarpeet ja odotukset syytä selvittää. Riskienhallinta on oleellinen 
osa hyvää turvallisuuskulttuuria.
Riskienhallinnan tulee olla koordinoitua, tilannekohtaista, ajantasaista toimintaa, joka perustuu parhaa-
seen käytettävissä olevaan tietoon. Riskien arviointi ja käsittely tehdään aina ryhmässä.  Potentiaalisten on-
gelmien analyysi (POA) soveltuu erinomaisesti niin oppilaitosten kuin korkeakoulujenkin riskien arviointiin. Se 
on helposti opittava, käytännönläheinen menetelmä oman työpaikan riskien arviointiin yhdessä työyhteisön 
toimijoiden kanssa. 
1. arvoperusteisesti: Turvallisuusjohtamisen lähtökohtina 
ovat organisaation arvot, toiminta-ajatus, visio ja strategia.
2. perustaen riskienhallinnalle vankat puitteet.
3. kokonaisvaltaisesti: Ota huomioon kaikki turvallisuuden 
osa-alueet.
4. riskiperusteisesti: Arvioi riskejä potentiaalisten ongelmien 
analyysin (POA) avulla. Käsittele tunnistetut riskit. Seuraa, 
että sovitut toimenpiteet tehdään suunnitellun mukaisesti.
5. huomioon ottaen sisäiset ja ulkoiset sidosryhmät.
JOHDA TURVALLISUUTTA
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4 Hyvän kriisijohtamisen toteuttaminen
Jokaisen vastuullisesti toimivan oppilaitoksen ja korkeakoulun on varauduttava arjen normaaliolojen 
lisäksi myös mahdollisiin häiriötilanteisiin ja poikkeusoloihin. Jotta näistä tilanteista voidaan selvitä toimin-
takykyisinä ja mahdollisimman pienin vaurioin, edellyttää tämä etukäteistä kriisijohtamisen suunnittelua, 
dokumentointia ja ennen kaikkea jatkuvaa harjoittelua. 
Tässä luvussa kuvataan oppilaitoksen ja korkeakoulun toimia matkalla kohti hyvää varautumista ja krii-
sijohtamista. Jokaisen koulutusorganisaation on mahdollista varautua kriiseihin. Hyvä ja suunnitelmallinen 
kriisitilanteisiin varautuminen koituu jokaisen vastuullisesti toimivan organisaation eduksi, kun taas tämän 
laiminlyönnistä voi seurata korjaamattomia menetyksiä. Julkisuuteen päättyessään epäonnistumiset ja 
mahdolliset laiminlyönnit syövät jokaisen toimijan uskottavuutta ja samalla myös imagoa sekä mainetta. 
Systemaattisesti toteutettuna varautuminen lisää luottamusta paitsi yhteisön sisällä myös sen ulkopuolella. 
Varautuminen edellyttää kuitenkin ylimmän johdon myötävaikutusta, vahvaa sitoutumista ja monipuolisesti 
tukea prosessin kaikissa vaiheissa. (Martikainen & Ranta 2018, 52—55.)
4.1 KOULUTUSPALVELUIDEN HÄIRIÖTÖN JATKUMINEN
Koulutuspalveluiden häiriötön tarjoaminen ja toteuttaminen ovat myös oppilaitosten ja korkeakoulujen 
keskeisin, jos ei jopa kriittisin tehtävä. Tässä tehtävässä onnistuvat ne toimijat, jotka ovat ymmärtäneet 
palveluidensa mahdollisimman häiriöttömän toteuttamisen tavoitteen merkityksen. Parhaimmillaan varau-
tuminen ja jatkuvuudenhallinta ovat olennainen osa organisaation johtamis-, suunnittelu- ja päätöksenteko-
menettelyitä sekä hallinto- ja toimintakulttuuria. Varautumisen toteuttaminen kiinteänä osana organisaation 
laatulupausta mahdollistaa edellisten lisäksi onnistumisen. (Pekki & Ranta, 2014.) 
Oleellista menestyksen ja kilpailukyvyn kannalta on, että oppilaitos tai korkeakoulu pystyy jatkamaan toi-
mintaansa mahdollisimman pienin menetyksin, vaikka sen toiminta jostain syystä häiriintyisikin tai sen maine 
olisi uhattuna. Menestyksen ja kilpailukyvyn takaaminen on hyvä nähdä osana organisaation johtamistehtä-
vää. Johdolla on yleensä paras tietämys siitä, miten tämä omassa organisaatiossa varmistetaan. Harvoin, jos 
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koskaan, häiriötilanteissa on enää aikaa alkaa etsiä ulkopuolisen laatimaa suunnitelmaa, jolla ajateltiin joskus 
aiemmin oikaista ja säästää aikaa. Siksi on tärkeä ottaa suunnitelman lisäksi kehittämistavoitteeksi aito ja 
koeteltu kyky toimia kaikissa tilanteissa (Pekki & Ranta, 2014).
Tutkimusten mukaan yhteisesti toteutettu ennakkosuunnittelu parantaa organisaation kykyä toipua 
odottamattomasta tapahtumasta. Selvää tosin on, ettei hyvään toimintaan päästä Iivarin ja Laaksosen (2009, 
24) kuvaamalla kertaluontoisella suunnitelman laatimisprojektilla, vaan tavoitteeseen pääsy vaatii koko orga-
nisaation osallistumista sekä sitoutumista pidempiaikaisesti prosessin kehittämiseen. Näillä keinoin voidaan 
saavuttaa todellinen valmius ja kyky ennakoida mahdollisia häiriötilanteita ja kriisejä varten sekä saada aikaan 
herkkyyttä reagoida tarkoituksenmukaisesti toimenpiteitä vaativissa olosuhteissa.
4.2 KRIISI OPPILAITOKSESSA TAI KORKEAKOULUSSA
Systemaattinen turvallisuusjohtaminen ja riskienhallinta mahdollistavat vankan kivijalan oppilaitoksen 
ja korkeakoulun turvalliselle arjelle. Se taas edellyttää sitoutumista pitkäjännitteiseen, systemaattiseen 
turvallisuuden kehittämiseen. Mitä sitoutuneemmin turvallisuusjohtamisen kehittämispolulla edetään, sitä 
pienempi todennäköisyys on kohdeorganisaatiolla joutua 
kohtamaan hallitsemattomia kriisejä. Varmaa tosin on, 
että jokainen organisaatio kohtaa kriisejä ennemmin tai 
myöhemmin. Ne tahot, jotka ovat ymmärtäneet alkaa 
monipuolisesti varautua, selviävät kriiseistä vähemmin 
tappioin tai jopa pystyvät kääntämään ne edukseen. Op-
pilaitoksen ja korkeakoulun varautuminen ei onneksi edel-
lytä kalliita investointeja, vaan se on enemmän ymmär-
rystä ja tekoja sen varmistamiseksi, että organisaation 
todellinen kyky ja valmius toimia kaikissa olosuhteissa on 
olemassa. Tähän tarvitaan turvallisuusjohtamisen rinnalle 
systemaattista riskien arviointia ja käsittelyä, suunnitte-
lua, jatkuvaa harjoittelua sekä kriiseistä oppimista. (Mar-
tikainen & Ranta 2018, 52—55.)
Kriisiä voidaan määritellä monesta eri näkökulmasta. 
Se voi olla esimerkiksi yksilön kokema traumaattinen kriisi tai vastaavasti koko organisaatiota ja sen olemassa 
oloa uhkaava, vakava tilanne. Kokonaisturvallisuuden sanaston (2017, 162) mukaan se on tila, joka vaatii te-
hostettuja toimia. Sitä kuvataan myös vaikeaksi, vaaralliseksi, poikkeukselliseksi tai sekavaksi tilaksi. Lisäksi 
kriisi voi syntyä sidosryhmien uskomusten ja olettamusten kautta. Tällöin sidosryhmät voivat reagoida oppi-
laitoksen ja korkeakoulun toimintaan niin kuin se olisi kriisissä, vaikka itse kohteessa olisi täysin päinvastainen 
ymmärrys käsillä olevasta tilanteesta. (Pedak 2018, 15– 7; Coombs 2012, 2). 
Organisaation näkökulmasta kriisi on aina epätavallinen tai epävakaa tilanne, joka uhkaa sen strategisia 
päämääriä, mainetta tai kannattavuutta. Parhaimmillaan organisaatio on osannut varautua tavallisiin häiriö-
tilanteisiin luomalla esimerkiksi toimivat prosessit häiriöistä selviämiseksi. Kriisit ovat pahimmillaan kuitenkin 
yllättäviä, odottamattomia ja dynaamisia, jolloin ne haastavat erityisesti kriisijohtamisen. Niistä saattaa tulla 
 Mitä sitoutuneemmin 
turvallisuusjohtamisen 
kehittämispolulla edetään, 
sitä pienempi 
todennäköisyys on 
kohdeorganisaatiolla 
joutua kohtamaan hallit-
semattomia kriisejä.
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vaikeasti johdettavia. Kriisit haastavat epätavallisen voimakkaasti itse organisaatiota, sen työntekijöitä, si-
dosryhmiä, toimintoja, prosesseja ja pahimmillaan myös sen olemassaoloa. Kriisitilanteiden hoitaminen vaatii 
päättäväistä, mutta joustavaa päätöksentekoa. (BS 11200:2014, 2—3; Martikainen & Ranta 2018, 65.) Samaa 
korostaa Grandall, Parnell, & Spillan (2014, 3) toteamalla, että organisaation kriisi on pienen todennäköisyy-
den ja vakavien seurausten tapahtuma, joka uhkaa organisaation kannattavuutta tai koko toimintaa. Kriiseille 
on ominaista syyn, vaikutuksen ja ratkaisutapojen epäselvyys, mutta samanaikaisesti kriisissä nostaa päätään 
vaatimus sille, että päätöksiä on pystyttävä tekemään nopeasti. (Grandall ym. 2014, 3.)
Van Wart ja Kapucu (2011, 508) ovat tunnistaneet, millaista kompetenssia johtajilta vaaditaan kriisien 
johtamiseksi: Heillä olisi hyvä olla itseluottamusta, halua ottaa vastuuta, motivaatiota, kykyä artikuloida visio 
ja missio, resilienssiä sekä kykyä kommunikoida. Lisäksi tarvitaan päätöksenteko- ja analysointikykyä, päät-
täväisyyttä, joustavuutta ja kykyä delegoida. Tarvitaan myös kykyä suunnitella toimintaa, tiiminrakennustai-
toja, verkostoitumista ja kumppaneiden hankintaa, kuten myös sosiaalisia taitoja.     
Pedakin (2018) mukaan kriisi on onneksi harvinainen, mutta puhjetessaan se saa aikaan monenlaisia 
ja –tasoisia vaikutuksia. Siksi se edellyttää sekä aktiivista johtamista että viestintää. Sanotaan, että kriisin 
merkitys tulee määritellyksi viestinnän avulla. Silloin jonkun on sanoitettava kriisiä - on kerrottava myös siitä, 
mistä on kysymys. (Pedak 2018, 15.) Tämä voi olla oppilaitoksen ja korkeakoulun toimintaan liittyvän kriisin 
haasteellisin osa: miten osata sekä johtaa että samalla myös viestiä asiasta, joka on pahimmillaan tapahtunut 
omalla työpaikalla ja jossa osallisena voi olla koko yhteisö.
Se, miten turvallisuusorganisaatio ja -vastuut ovat toteutettuina oppilaitoksissa ja korkeakouluissa, mää-
rittelee myös, miten kriisijohtamistoiminta muun toiminnan ohessa jäsentyy. Tähän vaikuttaa myös kohteen 
koko. Isoimmissa oppilaitoksissa ja korkeakouluissa voi olla kampus- tai toimipistekohtaisia ryhmiä, jotka 
ovat nimettyinä esimerkiksi turvaryhmiksi. Tällöin ryhmän toiminta koskee yleisesti laajempaa vastuualuetta 
kuin vain kriisit. Parhaimmillaan turvaryhmät keskittyvät edistämään osaltaan ennakoivaa turvallisuustyötä, 
mutta valmius ja kyky liittyä toimimaan tilannejohdon apuna myös kriisitilanteissa on tärkeä resurssi. Turva-
ryhmien olemassa oloon ja toimintaan mahdollisissa kriisitilanteissa vaikuttaa toki myös organisaation koko 
ja ennen kaikkea se, miten arjen ennakoiva turvallisuustyö on muuten ohjeistettu ja vastuutettu. 
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4.3 YHTEENVETO
Usein kysytään, mitä hyvä kriisijohtaminen edellyttää. Se edellyttää ennen kaikkea osaamista ja myös 
riittäviä resursseja toiminnan mahdollistamiseksi. Taloudelliset resurssit mahdollistavat tarkoituksenmu-
kaisen kriisijohtamisalustan, hälytysjärjestelmän, kaksisuuntaisen viestintäjärjestelmän tai vaikkapa tilan-
nejohtohuoneeksi soveltuvan tilan varustukseen tarvittavia laitteita kuten tietotekniikkaa. Kriisijohtamista 
toteuttamaan tarvitaan myös osaajajoukkoa, jolla on valmius harjoitella säännöllisesti yhdessä pystyäkseen 
toimimaan kriisitilanteessa parhaalla mahdollisella tavalla. Ryhmän yhtenä tavoitteena on tavoitella todellis-
ta kykyä ja valmiutta toimia kaikissa tilanteissa ja olosuhteissa. Tähän rinnalle on perusteltua tuoda ymmär-
rettävä ja yhdessä rakennettu malli kriisijohtamisen toteuttamiseksi. (Martikainen & Ranta 2018, 61.) Kun 
kriisi alkaa riepotella kohdettaan, tarvitaan eri toimijoiden välistä yhteistyötä sekä tietty määrä tehokkuutta 
ja osaamista – toisin sanoen todellista kykyä ja valmiutta toimia. Kriisissä jokaisen toimijan tavoitteena pitäisi 
olla mahdollisimman nopea toipuminen takaisin normaalitilaan. 
Oppilaitoksen ja korkeakoulun turvallisuusjohtaminen on hyvä mieltää kokonaisuutena, joka näkyy 
parhaimmillaan kaikessa sen toiminnassa. Se linkittyy erityisesti johtamiseen, jonka kautta syntyvät myös 
vastuut ja velvoitteet. Onnistunut turvallisuusjohtaminen vaatii tiedon ja taidon lisäksi myös halua mahdol-
listaa turvallinen työ- ja opiskeluympäristö. Se edellyttää myös ajantasaisen lainsäädännön haltuun ottoa 
ja sen ymmärtämistä, että vasta aito, koeteltu kyky ja valmius toimia kaikissa mahdollisissa tilanteissa ovat 
toiminnan jatkuvuuden edellytys. (Martikainen & Ranta 2014, 34.) Siksi turvallisuutta ylläpitävien prosessien 
on oltava kuvattuina, vastuut jaettuina (sekä kuvattuina) ja jokaisen yhteisön jäsenen tiedossa. Avainhenkilö-
riskien realisoitumiseen pitää myös varautua. Kriisijohtamisen on oltava vastuutettuna ja harjoiteltuna myös 
varahenkilöiden osalta. Tällä varmistetaan, että tarvittavaa osaamista on riittävästi saatavilla silloinkin, kun 
joku avainhenkilöistä olisi tavoittamattomissa. Samoin on huomioitava, että kriisitilannetta on pystyttävä 
johtamaan sellaisinakin ajankohtina, jotka ovat normityöajan ulkopuolella. Riittävät henkilöresurssit ovat 
aiemmin tunnistettu ja niiden on oltava saatavilla 24/7, jos näin sovitaan. (Martikainen & Ranta 2018, 60.)
Kriisitilannetta ei voi koskaan täysin hallita. Siinä on usein odottamattomia käänteitä. Se on luonteeltaan 
kuin vakavaksi muuttunut korttipeli – välistä kompleksinen ja vaikeasti ennustettava. Kriisiä on yhtä haasteel-
lista hallita kuin vastustajan kortteja: et voi koskaan tietää, mikä kortti jää viimeiseksi. Kaikista meistä ei ole 
korttipelissä onnistujaksi, mutta harjoittelu mahdollistaa jokaiselle taitoja kriisissä toimimiseksi ja jopa sen 
selättämiseksi. (Martikainen & Ranta 2018, 53.) Kriisi edellyttää aina johtamista, jota ei voi erottaa kriisivies-
tinnästä (Pedak, 2018, 15). Näiden molempien tekijöiden on oltava hallinnassa, kriisijohtamisen ja -viestinnän, 
jotta kriisistä voidaan selvitä. Näiden lisäksi vaaditaan vielä, että vastuut ovat määriteltyinä ja sekä erilaisiin 
tilanteisiin on vastattu harjoittelemalla.
Toivottavaa on, että koulutusorganisaatioiden arjessa turvaryhmien toimintaa kehitetään ja otetaan 
muutenkin tavoitteeksi systemaattinen, ennakoiva turvallisuustyö. Tätä tukevat selkeästi asetetut turval-
lisuustyön tavoitteet niin organisaatio- kuin tiimitasolla. Selvää on, että hyvin johdettu ja tavoitteellisesti 
toteutettu turvallisuustyö minimoi kriisin syntymisen todennäköisyyttä. Useinhan kriisien juurisyyt löytyvät 
turvallisuustyön vastuiden ja kokonaisvaltaisen riskienhallinnan laiminlyönneistä. Ylimmän johdon osallistu-
minen koko organisaatiota koskevien kriisitilanteiden johtamiseen ja myös harjoituksiin on myös varmistet-
tava.
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• Varautuminen ja jatkuvuudenhallinta ovat olennainen osa 
organisaation johtamis-, suunnittelu- ja päätöksentekome-
nettelyitä sekä hallinto- ja toimintakulttuuria
• Yhteisesti toteutettu ennakkosuunnittelu ja käytännön 
harjoittelu parantavat organisaation kykyä toipua odotta-
mattomasta tapahtumasta
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5  Konkreettisia kriisijohtamisen malleja 
Tässä luvussa kuvataan konkreettisia malleja ja menettelyjä, joiden avulla voidaan vahvistaa omia 
suunnitelmia ja käytäntöjä kriisijohtovalmiuden kehittämiseksi. 
5.1 KAKSI ERILAISTA MALLIA KRIISIJOHTAMISEN TUEKSI
Skoglundin (2004, 20—21) kriisijohtamisen viiden eri vaiheen malli on kaikessa yksinkertaisuudessaan 
ymmärrettävä ja siksi helppo toteutettavaksi kuvion 4 mukaisesti. Sitä voi soveltaa hyvin myös oppilaitoksissa 
ja korkeakouluissa. Skoglundin mallissa keskeistä on, että kaikki kriisijohtaminen perustuu riskienhallintaan. 
Kaiken uuden toiminnan suunnittelu käynnistetään siihen liittyvien riskien arvioinnilla ja käsittelyllä, jolloin 
päästään sopimaan myös eritasoisten riskien priorisoinnista ja niiden hallintatoimenpiteistä. Tämän jälkeen 
tuotetaan muun muassa suunnitelma ja ohjeet kriisijohtamiselle. Usein näkee, miten kohteelle sovitetaan toi-
selle organisaatiolle toteutettuja kriisitoiminnan ohjeita. Tämä on valitettavaa, sillä kriisijohtamiseen liittyvien 
ohjeiden pitäisi olla aina riskilähtöisesti omaan organisaatioon toteutettuja.
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Toinen toimiva malli kriisijohtamisen suunnitteluun on kuvattuna standardeissa CEN/TS 17091:2018 ja BS 
11200:2014. Kuviossa 5 esitetty malli jakautuu kahteen eri osaan niin, että vasemmanpuoleiset vaiheet keskit-
tyvät aikaan ennen kriisiä ja oikealla olevat sen jo puhjettua. Katselmoinnin ja oppimisen näkökulma kytkey-
tyy sekä aikaan ennen kriisiä, kuten myös aikaan kriisin puhjettua. (CEN/TS 17091:2018, 12; BS 11200:2014, 9.)
Kuvio 4. Kriisijohtamisen viisi vaihetta (Skoglund 2004, 20-21)
Kuvio 5. Kriisijohtamisen malli (CEN/TS 17091:2018, 12)
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Jotta oppilaitoksissa ja korkeakouluissa voitaisiin varautua kriiseihin, on hyvä nähdä koko varautumispro-
sessi aikajanalla ”ennen kriisiä, kriisin aikana ja kriisin jälkeen” vaiheiden kautta. Huolellinen perehtyminen 
näihin vaiheisiin ja sen pohtiminen, miten ne voitaisiin huomioida oman kohteen varautumisessa, tuottavat 
varmimmin toivotun lopputuloksen. Myös eri turvallisuustilat on hyvä huomioida varautumista suunnitelta-
essa. Määritelmän mukaan ne jakautuvat normaalioloihin, normaaliolojen häiriötiloihin ja poikkeusoloihin 
(Kokonaisturvallisuuden sanasto 2017, 59-61).
Normaalioloista on kysymys, kun turvallisuustila on häiriötön. Pieniä häiriöitä voi ilmetä, mutta ne voi-
daan torjua joko ennalta, viranomaisten toimivaltuuksin ja voimavaroin tai organisaatioiden omien rik-
sienhallinnan keinoin. Häiriötila voi olla valtakunnallinen, alueellinen, paikallinen tai organisaation sisäinen 
turvallisuustila. Se vaatii viranomaisten ja muiden toimijoiden tavanomimasta laajempia tai tiiviimpiä toimia, 
mutta sen seuraukset eivät ole niin vakavia kuin poikkeusoloissa. Häiriötila voi kehittyä poikkeusoloiksi, jos 
sen hallitsemiseen eivät enää riitä viranomaisten normaaliolojen toimivaltuudet. Poikkeusoloja kuvaa tila, 
jolloin kyse voi olla kansallisesta hätätilasta tai merkittävästä sotilaallisesta uhasta. (Kokonaisturvallisuuden 
sanasto 2017, 59-61.)
Normaaliolojen häiriötila voi toteutua, jos esimerkiksi oppilaitoksen tai korkeakoulun toimintaan koh-
distuu merkittävä rakennuspalo. Poikkeusoloista esimerkkinä voidaan mainita koronaviruksen aiheuttama 
pandemia.
5.1.1 ENNAKOINTI JA ARVIOINTI 
Ennakoinnissa ja arvioinnissa tärkeää on tunnistaa mahdollisimman aikaiset signaalit potentiaalisista 
kriiseistä sekä fyysisessä että virtuaalisessa toimintaympäristössä. Potentiaalisia kriisejä on tunnistettava 
lyhyellä ja pitkällä tähtäimellä. Lisäksi on otettava huomioon, että potentiaalinen kriisi voi antaa hyvin vähän 
signaaleja ennen kuin se realisoituu. Ennakointi ja arviointi edellyttävät toimivaa prosessia, kykyä reagoida 
potentiaaliseen kriisiin sopivalla tavalla, sekä myös menettelyjä, joiden avulla kyetään ylläpitämään epävar-
muudessa ja suuressa paineessa yksiöiden ja tiimien tehokas työskentely, sisäinen riskienhallintatoiminta, 
asioiden hallinta, liiketoiminnan jatkuvuuden hallinta sekä viestintä- ja kriisinhallintajärjestelyt. (CEN/TS 
17091:2018, 12.)
Ennakointi ja arviointi tarkoittavat oppilaitoksen ja korkeakoulun arjessa monipuolisesti toteutettua 
riskien arviointia ja käsittelyä yhteistyössä eri toimijoiden kanssa sidosryhmiä unohtamatta. Tässä julkaisussa 
on esiteltynä yksi riskienarviointimenetelmä, POA, jota hyödyntämällä riskejä voidaan ryhmätyönä arvioida 
ja käsitellä. Samoin on tärkeää mahdollistaa koko yhteisölle menettely turvallisuushavainnoista ja – poikkea-
mista ilmoittamiseksi. Tällä mahdollistetaan se, että aikaisten varoitusmerkkien sekä heikkojen signaalien 
tunnistamisesta tulisi osa koulutusorganisaation arkea. Turvallisuusilmoitusmenettely toimii yhtenä näiden 
varhaisten signaalien kokoajana. Osa kriiseistä syntyy kuitenkin varoittamatta, jolloin tarvitaan myös hälyt-
tämismenettelyjä. Lisäksi kahteen edellä mainittuun osa-alueeseen kuuluu vielä ymmärrys riskienhallinnan, 
jatkuvuudenhallinnan sekä kriisijohtamisen toimenpiteiden välisistä lainalaisuuksista. Näiden kahden osa-
alueen sisältöön kuuluu lisäksi sen sisäistäminen, että kriisit voivat eskaloitua aiemmista toimenpiteistä huoli-
matta. (BS 11200:2014, 9; Lehtimäki 2017,12; ks. myös Martikainen & Ranta 2018, 65.)
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5.1.2 VARAUTUMINEN 
Varautumisella organisaatio kykenee hallitsemaan toimintakykyään mahdollisimman hyvin kaikissa ti-
lanteissa, myös erilaisissa uhka- ja häiriötilanteissa. Varautuminen on jatkuvuudenhallintaa. Se on toimintaa, 
jolla voidaan varmistaa mahdollisimman häiriötön toiminta varautumalla erilaisiin uhka- ja häiriötilanteisiin. 
Varautumisen työkaluina toimivat muun muassa riskien arviointi ja käsittely sekä turvallisuussuunnittelu. 
(Pekki & Ranta, 2014; Martikainen & Ranta 2018, 57.)
Hyvä kriisijohtaminen edellyttää riskilähtöistä toimintaa. Ensin on tunnistettava monipuolisesti ryh-
mätyönä toimintaan kohdistuvat vaarat, sitten arvioida riskit sekä päättää niiden hallintatoimenpiteistä 
ja vastuista. Jatkuvuuden turvaamiseksi on perusteltua aloittaa varautumisen suunnittelu mahdollisia häi-
riötilanteita varten. Jotta näistä tilanteista voitaisiin selvitä mahdollisimman pienin vaurioin, edellyttää se 
kriisijohtamisen suunnittelua, toteutusta ja ennen kaikkea jatkuvaa harjoittelua. (Martikainen & Ranta 2018, 
60—61.) 
Varautuminen on tärkeä osa kaikkien organisaatioiden toimintaa. Sillä tarkoitetaan oppilaitosten ja kor-
keakoulujen arjessa sitä, että kaikki toimijat kehittävät yhteistyössä todellista kykyä ja valmiutta toimia myös 
erilaisissa arjen häiriötilanteissa. Tällä tavoitellaan sitä, että toimintaa pystytään jatkamaan kriisistä huoli-
matta. Kun lähdetään suunnittelemaan kriisijohtamista, on huomioitava seuraavat tehtävät toimintakyvyn 
säilyttämisen varmistamiseksi: 
• Arvioidaan ja käsitellään monipuolisesti riskejä
• Suunnitellaan ja toteutetaan kriisisuunnitelma 
• Suunnitellaan ja toteutetaan viestinnän sekä tilannekuvan ylläpitäminen 
• Muodostetaan toimintakykyinen kriisijohtoryhmä, asetetaan sen toiminnalle tavoitteet sekä osoi-
tetaan riittävät resurssit toimintakyvyn varmistamiseksi 
• Määritellään yhteistyössä vastuut ja velvollisuudet sekä huomioidaan vielä toiminnan jatkuva ke-
hittäminen 
• Järjestetään koulutusta sekä harjoitellaan (BS 11200:2014, 9—10; CEN/TS 17091:2018, 13—16; Leh-
timäki 2017, 12.) 
Mikään malli ei toimi ilman, että sitä harjoitellaan arjessa. Kaikenlaisissa organisaatioissa voidaan helpos-
ti toteuttaa yksinkertaisia ”table top – harjoituksia”, joissa ideana on opetella toimimaan yhdessä, tunnistaa 
toisten ryhmäläisten vahvuudet ja sisäistämään eri roolit sekä niihin liittyvät vastuut ja tehtävät. Näitä ”mata-
lan kynnyksen” harjoituksia voidaan vaivatta toteuttaa esimerkiksi osana tiimipalaveria.
Huomioitava avainkysymys tässä yhdessä organisaation keskeisimmistä turvallisuustehtävistä on myös 
se, miten voitaisiin paremmin varautumalla varmistaa tehtävien mahdollisimman häiriötön hoitaminen. 
Mahdollisia, hyviä vastauksia edelliseen kysymykseen olisi tarjolla useita, vaan harmittavan usein tavoitteena 
näyttää vielä edelleen olevan vain ”paperinmakuisen” suunnitelman laatiminen (Pekki & Ranta, 2014). Iivari ja 
Laaksonen toteavat (2009, 24): ”Turhan usein suunnitelma on laadittu kertaluontoisena projektina pakon edessä 
jonkin vaatimuksen täyttämiseksi. Tällainen suunnitelma ei koskaan jalkaudu osaksi jokapäiväistä toimintaa, eikä 
siitä ole muuta hyötyä kuin vaatimuksen hetkellinen täyttäminen.”  Tavoitteena pitäisikin olla pyrkimys kehittää 
toimintavalmiutta sen sijaan, että katsotaan pelkän suunnitelman riittävän. Suunnitelma on hyvä käsikirjoi-
tus tulevalle tekemiselle, se on kuin harjoitusohjelma, kun organisaatio on päättänyt aidosti osata ja kyetä 
toimimaan myös hankalissa tilanteissa. Kriisissä menestyminen vaatii etukäteisharjoittelua. Seuraavaksi 
katsotaan, millaisten suunnitelmien varaan hyvää harjoittelua kannattaa alkaa rakentaa.
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ERILAISET SUUNNITELMAT
Jatkuvuussuunnittelulla tarkoitetaan prosessia, jonka tavoitteena on vähentää normaaliolojen häiriöti-
loista johtuvia palvelu- tai tuotantokatkoja sekä pienentää niistä mahdollisesti aiheutuvia vahinkoja kuvion 
10 mukaisesti. Jatkuvuussuunnittelua kuvataan jatkuvuussuunnitelmassa, jossa keskitytään normaaliolojen 
häiriötiloihin sekä niitä lievempiin häiriöihin. Näitä ovat tyypillisesti tilanteet, joiden vaikutus kohdentuu yksit-
täiseen organisaatioon ilman valtakunnallisia vaikutuksia. Toipumissuunnitelma on taas jatkuvuussuunnitel-
maan liittyvä osa, jossa keskiössä on normaaliolojen häiriötilasta toipuminen. Se ulottuu häiriön alkamisesta 
aina täydelliseen toipumiseen asti. (Takala 2015, 16; Iivari & Laaksonen 2009, 18—20; Martikainen & Ranta 
2018, 55—56.) 
Valmiussuunnitelman sisällön keskiössä ovat poikkeusolot. Takalan (2015, 16) mukaan jatkuvuussuun-
nitelmaan sisältyy normaaliolojen ennakoivia keinoja, kuten varautumissuunnitelmassakin on. Samoin se 
sisältää normaaliolojen häiriötilanteita varten reaktiiviseksi kuvattuja toimenpideohjeistuksia, jotka ovat 
sijoitettuina toipumissuunnitelmiin. Jokaiselle turvallisuustilalle on määrittely oma suunnitelmansa kuvion 6 
mukaisesti. (Iivari & Laaksonen 2009, 18—20, Martikainen & Ranta 2018, 56.) 
Kuvio 6: Turvallisuustilojen suunnitelmien väliset suhteet (Iivari & Laaksonen 2009, 18—20)
Varautumisen suuntaviivat voivat olla eri organisaatioilla samankaltaisia, mutta täysin samanlaista 
varautumisen ja jatkuvuudenhallinnan toimintatapaa ei ole. Tällöin toiselle organisaatiolle räätälöity suunni-
telmapohja ei voi toimia (Leino, Steiner & Wahlroos 2005, 137—139). Hektisessä arjessa saattaa ”oikotieksi” 
suunnitelmavelvollisuuden täyttämiseksi löytyä kuitenkin ulkopuolisen toimijan tuottama suunnitelma, josta 
pahimmillaan muodostuu valtava kokoelma epämääräisiä ohjeita ja kaavioita kuvattuina toisen organisaation 
tarpeista. 
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5.1.3 VASTAAMINEN JA TOIPUMINEN
Nyt tavoitteena on tunnistaa kaikki ne toimet, joita kriisijohtoryhmä toteuttaa kriisin uhan realisoitues-
sa. Iso osa näistä toimista on niitä, joita on jo yhdessä etukäteen listattu osaksi kriisiin vastaamista kuvion 
7 mukaisesti. On hyvä miettiä jo ennakolta, millä keinoin ja miten yhteistä tilannekuvaa luodaan, jaetaan ja 
ylläpidetään. On myös pohdittava, mikä on kriisitilanteeseen vastaamisen strateginen päämäärä. On päätet-
tävä, mihin pyritään ja mikä olisi kyllin hyvä lopputulos. On otettava myös huomioon, että voidaan tarvita ym-
pärivuorokautista reagointia. (BS 11200:2014, 13—14; Lehtimäki 2017, 12; Martikainen & Ranta 2018, 64—65.)
Kuvio 7: Kriisiin vastaaminen kriisijohtamisen mallin mukaisesti (mukaillen CEN/TS 17091:2018, 12)
Kun tavoitteena on toipua mahdollisimman nopeasti kriisistä, on keskiössä oltava ne toimet, joilla toi-
minta saadaan palautumaan uuteen normaaliin. Nyt tavoitteena on käsitellä kriisitilanteen pitkäaikaisia seu-
rauksia ja vaikutuksia. Tämä vaihe voi kestää kriisin luonteesta ja kestosta riippuen muutamista päivistä jopa 
kuukausiin. On hyvä huomioida myös se fakta, että toimintaan liittyy nyt riskejä, jotka huonosti hallittuina 
voivat realisoituessaan viedä toiminnan uuteen kriisiin. (CEN/TS 17091:2018, 16—17; BS 11200:2014, 14—15; 
Lehtimäki 2018, 13; ks. myös Martikainen & Ranta 2018, 64—65.)
Kriisistä toipumisen suunnittelu ja toteuttaminen on aloitettava heti kriisiin vastaamisen jälkeen. Pitkä-
kestoisessa kriisissä on toimet tärkeä aloittaa vastaamisen aikana. Tälle toiminnalle on varattava riittävästi 
resursseja - mahdolliset laiminlyönnit voivat olla seurauksiltaan fataaleja organisaation maineelle, rahavirroil-
le tai vaikkapa työntekijöiden henkiselle kestokyvylle. Hyvin toteutettuina nämä luovat kuitenkin suotuisat 
olosuhteet organisaation kehittämiselle sekä uudistamiselle. (BS 11200:2014, 14—15; Lehtimäki 2018, 13.)
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5.1.4 KRIISIN JÄLKEINEN ARVIOINTI JA TAPAHTUNEESTA OPPIMINEN
Tavoitteeksi on hyvä ottaa kriisijohtamiseen liittyvän toiminnan tarkastelu, arviointi ja tapahtuneesta 
oppiminen kuvion 8 mukaisesti. 
Kohdatut kriisit ja niiden jälkikäteinen tarkastelu ovat yksi tärkeimmistä tehtävistä oppimisen mahdol-
listamiseksi ja jatkossa tapahtuvan varautumisen kehittämiseksi. Tämä edellyttää organisaatiolta turvallista 
ilmapiiriä, jossa ei keskitytä syyllisten etsimiseen, vaan tapahtuneesta oppimiseen. Jotta tähän päästään, 
edellyttää se jokaiselta yhteisön jäseneltä avointa suhtautumista ja myös halukkuutta käydä yhteisesti sattu-
neita tilanteita läpi niin kehittämistarpeiden tunnistamisen kuin myös onnistumisten näkökulmasta. On myös 
pohdittava yhteisesti jo etukäteen, onko organisaatiolla aidosti halua oppia kriiseistä ja suhtautua koetun 
reflektointiin yhtenä kehittämistehtävänä. Tällä päätöksellä on iso merkitys jatkolle: parhaimmillaan voidaan 
joko minimoida tulevien kriisien seurauksia tai jopa estää ne. (CEN/TS 17091:2018, 17). BS 11200:2014, 15; 
Lehtimäki 2017, 13—14; Martikainen & Ranta 2018, 64—65.) 
Ajallisesti viimeisenä vaiheena kriisijohtamisen prosessissa on kertaaminen. On pureuduttava vielä 
yhdessä siihen, missä yhteisö onnistui ja tunnistaa vielä, millä alueella olisi tärkeä tehdä korjaavia toimenpi-
teitä. Lopuksi on hyvä vielä huomioida nämä korjaavat toimenpiteet parannettaessa toimintaa jatkossa. (BS 
11200:2014, 15; Lehtimäki 2017, 13-14; Martikainen ja Ranta 2018, 65.)
Kuvio 8: Kriisitilanteessa tapahtuneen tarkastelusta, arvioinnista ja oppimisesta kriisijohtamisen mallin mu-
kaisesti (mukaillen CEN/TS 17091:2018, 12)
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TEHTÄVÄ TOIMINNASSA HUOMIOITAVAA MUUTA HUOMIOITAVAA
Perustetaan 
monialainen 
kriisijohtoryhmä 
(voi olla myös 
turvallisuus- tai 
tilannejohtoryh-
mä)
Valitaan ryhmään monipuolisesti eri 
tehtävistä osaajia. SOME-taidot ovat myös 
keskiössä – esimerkiksi Twitterin käyt-
tö kriisiviestinnässä on hyvä hallita ja 
huomioida kriisitilanteisiin vastaamisen 
harjoittelussa. Ylimmän johdon osallis-
tuminen koko organisaatiota koskevien 
kriisitilanteiden johtamiseen on varmis-
tettava. Myös tätä on harjoiteltava.
Se, miten organisaation turvallisuusor-
ganisaatio ja -vastuut ovat toteutettui-
na, määrittelee, miten kriisijohtaminen 
muun toiminnan ohessa jäsentyy. 
Kriisijohtoryh-
män tehtävät ovat 
tunnistettuina, 
roolit kuvattui-
na, ja ne ovat 
kaikkien jäsenten 
tiedossa.
Jokainen ryhmän jäsen ymmärtää tehtä-
vänsä. 
Ryhmä harjoittelee säännöllisesti yhdes-
sä ja varmistaa, ettei tietty osaaminen ole 
vain yhden henkilön varassa. 
Jäsenet tuntevat toisensa ja jokainen 
pystyy tarpeen vaatiessa johtamaan tilan-
netta. 
Tehtävät ovat kuvattuina roolien eli 
toiminnan kautta. Roolit eivät ole siis 
henkilökohtaisia. 
Avainhenkilöriskit on tunnistettu 
ja niihin on varauduttu riittävillä 
henkilöresursseilla. Avainhenkilöillä 
on nimettyinä varahenkilöt (vähintään 
kaksi), jotka osallistuvat täyspainoises-
ti harjoituksiin ja koulutuksiin muun 
ryhmän mukana.
Tilannejohta-
missuunnitel-
mat, ohjeet ja 
määräykset ovat 
laadittuina ja ne 
ovat osana jatku-
vaa harjoittelua.
Ryhmä vastaa siitä, että kriiseihin on 
varauduttu suunnitelmin. Pääpaino on 
kuitenkin siinä, että kohde pitää säännöl-
lisesti harjoittelemalla yllä todellista ja 
koeteltua kykyä toimia kaikissa olosuh-
teissa.
Kriisistrategian luominen ja jalkaut-
taminen edellyttävät vastuuttamista, 
jos kohdeorganisaatio päättyy tämän 
toteuttamaan. Se, millä nimellä tämä 
kriisitoiminnan strategiadokumentti 
organisaatiossa toteutetaan, ei ole 
olennaista. Tärkeää on päästä sopimaan, 
miten organisaatio varautuu, toteuttaa 
(vastaa kriisiin) ja jälkikäteen arvioi 
kriisijohtamistaan. Kirjallisuudessa esi-
tellään myös strategisia ja operatiivisia 
kriisitoimintaryhmiä. Jokaisen organi-
saation on toiminnassaan pohdittava 
näitä linjauksia.
Taulukko 2: Kriisitilannejohtamisen suunnittelu
5.2 HYVÄN KRIISIJOHTAMISEN TOTEUTTAMINEN
Taulukossa 2 on vielä listattuna konkreettiset toimet hyvän ja kattavan kriisitilannejohtamisen suunnitte-
lun tueksi. (Bernstein 2011; Coombs 2014, 75; Lehtimäki 2018, 13—14; Leppänen 2006, 211—212; Martikainen 
& Ranta 2018, 60—65; Pekki & Ranta, 2014.)
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TEHTÄVÄ TOIMINNASSA HUOMIOITAVAA MUUTA HUOMIOITAVAA
Hälytysjärjeste-
lyistä on sovittu 
ja niitä testataan 
säännönmukai-
sesti
Kriisitilanteessa on tärkeintä saada 
viivytyksettä koottua kriisijohtoryhmä 
hälytysjärjestelyjen avulla ja aloittaa 
kriisijohtaminen suunnitelmien ja aiemmin 
harjoitellun mukaisesi. Tavoitettavuus- 
ja hälytysjärjestelyt korostuvat sen 
mukaan, mitä merkittävämmästä kriisistä 
on kysymys. Hälyttämisen nopeudella on 
erityinen merkitys, kun kriisi on saata-
va nopeasti hallintaan. Näin saadaan 
minimoitua kriisin haitallisia vaikutuksia 
ja päästään toteuttamaan toipumissuunni-
telman mukaisia toimenpiteitä. On sovitta-
va yhteisesti toimintatavat avainhenkilöi-
den tavoittamiseksi. 
Jokainen organisaatio ratkaisee, 
millaisia järjestelmiä se kriisijohta-
mistoimintansa tueksi hankkii. Tarjol-
la on laadukkaita, kaksisuuntaisia 
viestintäjärjestelmiä, joilla voidaan 
paitsi toteuttaa arjen viestintää, myös 
hätäviestiä valituille ryhmille esimer-
kiksi paikkatietoa hyödyntäen. Tarjolla 
on myös tilannejohtoalustoja, joilla 
kriisitilanteen johtaminen ja siihen 
osallistuminen onnistuvat etänä. Myös 
erilaiset WhatsApp-ryhmät ovat hyvä 
lisä häiriötilanteita varten. 
Mediat Perinteinen media toimii kriisitilanteissa 
niin, että se huolehtii kansalaistiedotuk-
sesta yhtenä pääasiallisena tehtävänään. 
Tänä päivänä kriisitilanteessa korostuu 
sosiaalisen median palvelut. Siksi erityi-
sesti SOME-osaajien tarve myös kriisijoh-
tamisessa on aivan keskeistä. 
Esimerkkinä Yleisradion velvoite välit-
tää hätä- ja viranomaistiedotteita.
Hyvään ja hallittuun kriisijohtamiseen sijoittaminen maksaa itsensä takaisin viimeistään silloin, kun jotain 
vakavaa, ei-toivottua pääsee tapahtumaan kaikesta varautumisesta huolimatta. Toki jokaisen organisaation 
on viime kädessä itse ratkaistava, millainen varautumisen taso on sen toiminnan luonne huomioiden riittävä ja 
miten sitä tullaan ylläpitämään jatkossa. Malleja ja ohjeita hyödyntämällä sopiva taso löytyy varmasti.
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5.3 YHTEENVETO
Pelkkä ennalta laadittu suunnitelma voi harvoin mahdollistaa järkevän toiminnan silloin, kun tilanne on jo 
luisumassa käsistä ja mahdolliset vahingot uhkaavat pahimmillaan koko organisaation toiminnan jatkumista. 
Entä silloin, kun luvattuja palveluita ei pystytäkään toteuttamaan tai jokin aiemmin tunnistamaton ilmiö uh-
kaa tuhota maineen tavalla, jota ei voida enää korjata.
Keskeistä kriiseihin varautumisessa on, että kaikki kriisijohtaminen perustuu riskienhallintaan. Kaiken 
uuden toiminnan suunnittelu käynnistyy aina ensin riskien arvioinnilla, jonka kautta päästään toteuttamaan 
listaa priorisoiduista riskeistä ja niiden hallintatoimenpiteistä. Tämän jälkeen tuotetaan ohjeet myös kriisijoh-
tamiselle. Usein näkee, miten organisaatioon sovitetaan toiselle organisaatiolle toteutettuja kriisitoiminnan 
ohjeita. Näin ei pitäisi toimia, vaan kriisijohtamiseen liittyvien ohjeiden pitäisi olla aina riskilähtöisesti omaan 
organisaatioon tuotettuja.
• Tunnistakaa ryhmätyönä toimintaan liittyvät vaarat ja 
arvioikaa riskit
• Lähestykää kriisijohtamista riskilähtöisesti – ottakaa huo-
mioon monipuolisesti toimintaan negatiivisesti vaikuttavat 
riskit ja laatikaa suunnitelma kriisitoiminnan varalle
• Perustakaa turvallisuusorganisaatio, jossa yhtenä keskeise-
nä toimijana on turvaryhmä
• Asettakaa turvallisuustyölle selkeät, mitattavat tavoitteet 
sekä organisaatio- että tiimitasollekin
• Valitkaa turvallisuustyön tavoitteeksi ennakointi
• Pyrkikää pääsemään arjen puheissa irti kriisikeskeisyydestä
• Nimetkää myös kriisijohtamisesta vastaava ryhmä, joka 
alkaa yhdessä harjoitella kriisien varalle
• Varmistakaa, että kriisijohtamisesta syntyy tehdyistä toi-
menpiteistä ”loki” ts. kattava dokumentaatio
• Käykää aina tapahtunut läpi ja olkaa valmiita oppimaan 
KRIISI EDELLYTTÄÄ JOHTAMISTA
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6 Kriisiviestintä osana oppilaitosten ja 
korkeakoulujen varautumista 
Maarit Pedak tarkastelee väitöstutkimuksessaan Jokelan (2007) ja Kauhajoen (2008) koulusurmiin liitty-
vää viranomaisyhteistyötä sisäisen kriisiviestinnän näkökulmasta. Pedak (2018) toteaa, että organisaation 
kriisiviestinnän strategian valintaa ohjaa syyllisyyden taso. Kun koettu syyllisyys kasvaa, kasvaa myös organi-
saation tarve kantaa vastuuta sidosryhmien kohtaamista negatiivisista vaikutuksista. Tällöin myös pienenee 
liikkumavara viestinnässä. Syyllisyyden tasolla on vaikutusta organisaation vapauteen oman viestintästrategi-
an määrittämisessä. Strategiat puolustautumisesta alistumiseen ovat 1) syyn kieltäminen, jossa organisaatio 
hyökkää syytöksiä vastaan, kieltää ne sekä osoittaa syyllisen, 2) syyn väheksyminen, jossa organisaatio selit-
tele ja vähättelee), 3) nöyrtyminen syytöksen edessä, jolloin luvataan kompensaatiota ja pyydetään anteeksi 
sekä 4) vahingosta vahvistuminen, jolloin uhriudutaan ja nöyrrytään. Organisaation koettu syyllisyysaste voi 
olla vähäinen, keskinkertainen tai vakava. Jos koettu syyllisyysaste on vähäinen, organisaatio kokee olevansa 
syytön uhri. Jos koettu syyllisyysaste on keskinkertainen, kriisiä voidaan pitää vahinkona. Jo syyllisyysaste on 
vakava, koetaan, että kriisi olisi ollut vältettävissä organisaation omin toimin. Organisaatio joutuu sopeutu-
maan ja nöyrtymään sitä enemmän, mitä suuremmaksi organisaation vastuu kasvaa. (Pedak 2018, 38.)
Organisaatio on onnistunut kriisiviestinnässään silloin, kun se on osannut tulkita tilanteen oikein ja pys-
tynyt vastaamaan kriisitilanteen aiheuttamiin vaatimuksiin sekä vielä huomioimaan sidosryhmien tarpeet ja 
odotukset. Onnistuessaan kriisiviestinnässään organisaatio voi kääntää sen suoraan edukseen ja sitä voidaan 
pitää jopa mainetekona. (Pedak 2018, 38.)
6.1 SYYLLISYYDEN TASO VAIKUTTAA KRIISIVIESTINNÄN STRATEGIAN VALINTAAN
Tässä luvussa keskitytään kuvamaan sitä, mitä kriisiviestintä on osana kriisijohtamista. Samoin kuvataan 
hyvälle kriisijohtamiselle tyypillisiä elementtejä. 
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Kuvio 9: Kriisitilanteen viestintä (mukaillen Pedak 2018, 15)
6.2 KRIISITILANTEEN VIESTINNÄSTÄ
Viestinnän eri tehtäviä määriteltäessä on avuksi, kun jaetaan kriisitilanteen viestintä kolmeen eri 
osa-alueeseen kuvion 9 mukaisesti. Organisaation viestintää voidaan lähestyä sisäisen viestinnän tarpeiden 
kautta, mutta siihen liittyy erottamattomasi myös se, miten asiasta viestitään ulos. Lisäksi kokonaisuuteen 
kuuluu vielä median kriisiuutisointi.
Kriisitilanteen viestintä
Sisäinen 
kriisiviestintä
- piilossa oleva
- viranomaisten välistä 
& organisaation sisäistä 
tiedonvaihtoa ja dialo-
gia
Ulkoinen 
kriisiviestintä
- viranomaisten ja orga-
nisaation tilannetietoa
- tiedotteet
- lausunnot
- tiedostustilaisuuksien 
tilannekatsaukset
Median 
kriisiuutisointi
Entä millainen on oppilaitoksen ja korkeakoulun julkisuusstrategia? Se voi olla ennakoiva, aktiivinen, 
reaktiivinen tai passiivinen. Ennakoiva ja aktiivinen tarkoittavat sitä, että kohde toteuttaa esimerkiksi omatoi-
misesti uutisten tarjoamista toimituksiin ja yhteydenpitoa toimittajiin. Reaktiivinen toiminta on jälkikäteen 
reagointia, kun taas passiivinen on yhdensuuntaista. Viestinnän asiantuntijoiden mukaan paras tulos syntyy, 
kun tilanteessa jaetaan saatavilla oleva tieto heti avoimesti ja sellaisessa muodossa, että sitä olisi helppo kä-
sitellä. Onnistumista ei mahdollista se, että tietoa jaettaisiin tipoittain – tämä koetaan yhdeksi suurimmista 
virheistä, johon organisaatio voi viestinnässään syyllistyä. Myös jälkikäteen tarjottu ja korjailtu tieto sekä 
kaikenlainen selittely ovat maineen kannalta huonoja vaihtoehtoja. Fakta on, että vain hallittu avoimuus mah-
dollistaa luottamusta. Yksi tärkeimmistä taidoista on osata kertoa medialle se, mitä kerrottavissa on: senkin 
voi mainita, ettei asiasta voi puhua tässä hetkessä enempää tai ettei uutta kerrottavaa ole juuri nyt. Jokainen 
toimija voi oman aktiivisuutensa kautta vaikuttaa myös uutisen sisältöön. Tämä syystä, että uutistyhjiö täyt-
tyy jonkin toisen lähteen kertomasta tiedosta kuitenkin. (Korpiola 2011, 21—22.) 
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Viestintää voidaan selittää myös kuvion 10 mukaisesti. Siinä on kuvattuna kolme, toisiinsa liittyvää, mutta 
kuitenkin erillistä viestinnän tehtävää. Pähkinänkuoressa kyse on siitä, että viestimällä lähettäjä välittää toi-
vomaansa tietoa valitsemilleen vastaanottajille. Tästä syntyy yhteys heidän välilleen, kun samalla vastataan 
ajankohtaiseen tarpeeseen tietoa jakamalla. (Pedak 2018, 16.) Nämä kaikki viestinnän tehtävät ovat kohteen 
viestinnän suunnittelussa hyvä huomioida, jotta yhteinen ymmärrys viestinnän toteuttamisesta syntyy..
Kuvio 10: Viestinnän tehtävät (mukaillen Pedak 2018; Hakala, 2015)
6.3 VIESTINNÄN TEHTÄVISTÄ
Erilaiset häiriötilanteet ja niihin liittyvät pyrkimykset ratkaisuun antavat selvän signaalin siitä, jos or-
ganisaatio on osannut ennalta varautua. Tämä näkyy muun muassa siinä, että kriisitilanteessa toiminnasta 
vastaavat ovat kykeneviä tuottamaan alati uudistuvaa tietoa päätöksenteon tueksi. Tällöin päätökset perus-
tuvat tiedolle, eikä toiminnassa tarvitse sortua arvailuihin tai jonkun kuvitelmiin. Liian usein häiriötilanteiden 
hyvä hallinta kaatuu siihen, ettei tilanteessa vastuulliset toimijat ole koskaan aiemmin yhdessä harjoitelleet 
tai omaksuneet hyväksi todettuja, yhteisiä toimintamalleja. (Pedak 2018, 13; ks. myös Martikainen & Ranta 
2018, 67.) Hyvin johdettu tilanne sen sijaan rauhoittaa ja luo uskoa työntekijöihin, oppilaisiin, opiskelijoihin 
ja sidosryhmiin. Päämäärätön ja säntäilyltä vaikuttava, kriisin selittämiseen pyrkivä toiminta ja vasta kriisi-
tilanteessa asioiden opettelu eivät luonnollisestikaan vakuuta tai vahvista positiivista kuvaa oppilaitoksen ja 
korkeakoulun toiminnasta. 
Kun oppilaitos tai korkeakoulu alkaa suunnitella omaa toimintaansa kriisijohtamisen tarpeisiin vastaa-
misen osalta, on tärkeä ymmärtää, että kriisitilanteisiin sisältyy systemaattisesta varautumisesta huolimatta 
aina ripaus epävarmuutta ja –mukavuutta. Jossain tilanteissa saattaa läsnä olla myös uhkaa tilanteiden 
komplisoitumisesta. Näissä tilanteissa, kun päätöksiä pitää kuitenkin pystyä välistä kovassakin paineessa ja 
ristitulessa tekemään, on keskiössä oltava viestin lähettäjän uskottavuus. Samoin on varmistuttava, että vies-
tin sisältö on totta kuvion 11 mukaisesti. Näissä kriittisissä tilanteissa on kuitenkin aina mahdollisuus luoda ja 
myös vahvistaa yhteisöjä – parhaimmillaan yhteisen kriisin äärellä osallistutaan sekä yhdistytään. 
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Tilanteessa, jossa oppilaat tai opiskelijat liittyvät kriisiin joko suoraan tai välillisesti, on ymmärrettävää, 
että tämä tuo asian nopeaan ja hyvään ratkaisuun erityistä vaativuutta: heidän hyvinvointinsa turvaamiseen 
sisältyy välistä voimakkaitakin tunteita ja myös vaatimuksia pyrkiä ratkaisemaan tilanne nopeasti. Toki jo-
kaisen oppilaitoksen ja korkeakoulun on suunniteltava ja toteutettava kriisijohtamistaan omista tarpeistaan. 
Tällöin koulutusorganisaatiot toimivat omien lähtökohtiensa mukaisesti. Yksityinen oppilaitos tai korkeakoulu 
saattaa olla aivan eri tilanteessa kuin kunnallinen vastaava, jossa päävastuu kriisiviestinnästä on päätetty rau-
hoittaa kunnanviestintävastaavien tehtäväksi.
6.4 YHTEENVETO
Kuvio 11: Kriisitilanne viestinnän näkökulmasta (mukaillen Pedak 2018, 16 ks. myös Martikainen & Ranta 
2018, 68)
Kriisi on harvemmin tapahtuma, jonka pystyy arjessa kuvittelemaan. Se voi riepotella meitä kuin myrsky 
laivaa ja kun uskallamme viimein huokaista tilanteen näyttäessä laantumisen merkkejä, edessä onkin jokin 
uusi, täysin odottamaton käänne. Kriisi paljastaa myös sen, miten varautumista on toteutettu kohteessa. 
Viimeistään tässä kohtaa ne organisaatiot, joiden kriisitoiminta rakentuu pelkästään suunnitelmille ilman 
riittäviä resursseja esimerkiksi jatkuvan harjoittelun ylläpitämiseksi, ovat valitettavan heikoilla. Ajallemme 
tyypillisesti viestintää on myös tärkeä katsoa digitalisaation näkökulmasta ja nähdä se kaksisuuntaisena, mo-
nenkeskisenä ja reaaliaikaisena (Pedak 2018, 16). Kun varautuminen on riittävällä tavalla kuvion 12 mukaisesti 
varmistettu, voi syntynyt kriisi olla myös erinomainen paikka näyttää, miten systemaattinen turvallisuusjoh-
taminen riittävine resursseineen mahdollistaa hankalan tilanteen kääntämisen voitoksi. Kriisissä viimeistään 
erottuvat ne organisaatiot, joissa turvallisuutta on johdettu systemaattisesti ja proaktiivisesti.
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Kuvio 12: Yhteenvetona vaatimuksista jatkuvuudenhallinnan toteuttamiseksi 
Kriisiviestinnän tehtävänä on lisäksi auttaa oppilaitosta ja korkeakoulua tunnistamaan tiedontarpeen 
mahdolliset vaihtelut ja ajankohtaisuus muille tilanteessa oleville. Olennaista onkin ymmärtää, että kriisivies-
tintää arvioidaan vastaanottajien näkökulmasta, ei lähettäjästä lähtevistä tarpeista. Koulutusorganisaatio on 
onnistunut kriisiviestinnässään silloin, kun sen jakamalla tiedolla on selvästi merkitystä vastaanottajille. Tämä 
on taas tuo uskoa hankalasta ja joskus sekasortoiseltakin vaikuttavasta tilanteesta selviytymiseen. (Pedak 
2018, 16; ks. myös Martikainen & Ranta 2018, 66—69.)
Kriisiviestinnän suunnittelu on nähtävä siis osana systemaattista turvallisuusjohtamista. Se perustuu 
aina arvioituihin sekä käsiteltyihin riskeihin ja on näin olennainen osa varautumista. Kunnallisten opetuspal-
veluiden osalta tämä toiminta on saatettu toteuttaa ja vastuuttaa kuntatasolta johdettuna toimintana. Se ei 
kuitenkaan poista koulutusorganisaatiokohtaista vastuuta varautumisen osalta: häiriötilanteen luonteesta 
riippuen oppilaitoksella ja korkeakoululla pitää olla valmius aloittaa toimet ja pyrkiä kaikin keinoin siihen, että 
tilanne saataisiin hallintaan ennen kuin se muuttuu kriisiksi. Mitä nopeammin tilanteisiin päästään kiinni ja 
niihin pystytään vastaamaan tarkoituksenmukaisin ja harjoiteluin keinoin, sitä pienemmin seurauksin ja mah-
dollisin jälkipyykein tilanteesta selvitään. Parhaimmillaan jopa voittajina, kuten tässä luvussa on jo aiemmin 
osoitettu. 
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• Tunnistakaa kriisiviestinnän tavoitteet ja tehtävät riskien 
arvioinnin ja riskien käsittelyn avulla 
• Tehkää suunnitelma kriisiviestinnän toteuttamiseksi
• Pohtikaa ja nimetkää vastuulliset kriisiviestinnän toimi-
jat huomioiden erityisesti riittävät varamiesjärjestelyt ja 
SOME-osaaminen
• Arvioikaa viestintää mahdollistavien kanavien ja me-
nettelyjen tarpeellisuus sekä hankitaan kaksisuuntainen 
viestintäjärjestelmä, joka integroidaan osaksi arjen muuta 
viestintää
• Harjoitelkaa aktiivisesti erilaisien skenaarioiden varalle ja 
arvioidaan suoriutumista 
• Olkaa valmiita toiminnan jatkuvaan parantamiseen
• Käykää kriisitilanteen jälkeen tapahtunut läpi ja arvioikaa, 
missä on vielä varaa oppia lisää
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hallinnollinen 
johtaminen
suunnittelu 
ja ohjaus
Varmistetaan, että:
• Turvallisuuspolitiikka nähtävillä avoi-
mesti verkossa
• Politiikassa näkyy ylimmän johdon tuki ja 
myös sidosryhmät on huomioitu 
johdon 
tietoisuus
Varmistetaan, että:
• Turvallisuustyön periaatteet määritel-
lään ja kirjataan turvallisuuspolitiikkaan
• Johdolle raportointi näkyy turvallisuus-
politiikassa 
• Säännöllinen raportointi otetaan osaksi 
johtamisjärjestelmää
• Turvallisuuden hallintajärjestelmää ale-
taan kehittää 
• Turvallisuuden vuotuinen toimintaohjel-
ma suunnitellaan
• Varmistetaan, että näyttö johdolle ra-
portoinnista löytyy avoimesti saatavilla 
olevista dokumenteista 
• Johto otetaan vahvasti mukaan verkko-
viestinnän toteuttamiseen niin, että he 
näkyvät mm. videotallenteissa, joissa ko-
rostetaan turvallisuuden merkitystä yh-
teisenä asiana 
•Verkossa esitellään myös johdon kirjoit-
tamia kannanottoja turvallisuuden puo-
lesta 
•Varmistetaan toistuvan ja säännöllisen 
turvallisuusasioita kokonaisvaltaisesti 
käsittelevän raportoinnin käyttöönotto 
osana johtamisjärjestelmää  
•Johdon katselmuksista tarjotaan nähtä-
ville raportointia 
Liite 1: Tarkastuslista turvallisuusjohtamisesta 
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hallinnollinen 
johtaminen
seuranta ja 
valvonta
Varmistetaan, että:
• Rutiininomaisten, sisäisten turvallisuut-
ta ylläpitävien tarkastusten tekemiseen ja 
dokumentointiin tuotetaan ohjeita sekä 
työkaluja 
• Varmistetaan, että tarkastukset kattavat 
keskeiset turvallisuuden osa-alueet ja nii-
den dokumentoinnin turvallisuuden kes-
keisiltä osa-alueilta 
• Suunnitellaan ja toteutetaan turvalli-
suustoiminnan mittaaminen käytännössä, 
jossa näkyy myös tavoite jatkuvasta paran-
tamisesta 
• Oppilaitos- ja korkeakouluyhteisön jäse-
niä kannustetaan aktiivisesti mukaan tur-
vallisuustyöhön ja palkitseminen on näky-
västi esillä 
•Turvallisuusteemasta järjestetään tapah-
tumia ja kampanjoita, joissa näkyy johdon 
tuki turvallisuustyölle 
Resurssit ja 
turvallsuus-
organisaatio
Varmistetaan, että:
• Turvallisuusresurssien kokonaishallin-
ta suunnitellaan - turvallisuuteen ollaan 
valmiita panostamaan riittävillä resurs-
seilla
• Henkilökunnan tehtäväkuviin kirjataan 
turvallisuusvastuut
• turvallisuusorganisaatio luodaan: tur-
varyhmän työskentelylle varmistetaan 
johdon tuki ja riittävät resurssit sekä sel-
keät tavoitteet
• Koulutusorganisaatiotasoiset, mitat-
tavat turvallisuustavoitteet asetetaan – 
myös tiimeille määritellään vuotuiset tur-
vallisuustavoitteet, joiden saavuttamista 
seurataan
Yhteistyö 
sidosryh-
mien kanssa
Varmistetaan, että:
• Turvallisuuden sidosryhmät tunniste-
taan ja tiivis yhteistyö arjen turvallisuus-
asioissa varmistetaan niin, että on molem-
minpuolista ja vastavuoroista
• Varmistetaan, että viestinnässä näkyy 
vahva sidosryhmäpainotus 
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riskienhallinta tavoitteet ja 
ohjeistus
Varmistetaan, että:
• Riskienhallinnan tavoitteet kirjataan 
riskienhal-
lintajär-
jestelmän 
kokonais-
valtaisuus
Varmistetaan, että:
• Riskienhallinta näkyy riskienhallintapo-
litiikan ja –strategian kautta
• Riskienhallinta näkyy kokonaisvaltaisena 
toimintana läpi koko oppilaitoksen ja kor-
keakoulun toiminnan yksilöiden tekemisis-
tä aina ylimpään johtoon asti 
• Riskienhallintaan liittyvä dokumentaatio 
on laajaa ja järjestelmällistä  
• Myös riskien arviointien tulokset ovat 
avoimesti saatavilla (järjestelmästä)
• Kokonaisvaltainen riskienhallintajärjes-
telmä on tavoitteena 
• Riskienhallinnan johtaminen on kuvattu-
na ja vastuutettuna 
riskien tun-
nistaminen
Varmistetaan, että:
• Riskien arviointi nähdään jokaisen jäse-
nen oikeutena ja sitä kautta myös velvolli-
suutena 
• Turvallisuusviestinnän kautta riskien ar-
vioinnin tuloksia esitellään, riskien arvi-
ointiin kannustetaan ja sitä ”yksinkertais-
tetaan” niin, että jokainen pystyy omassa 
tehtävässään sitä toteuttamaan 
• Sidosryhmät huomioidaan riskien arvioin-
nissa, henkilökuntaa ohjataan kannusta-
malla osallistumaan ja ilmoittamaan myös 
turvallisuuteen liittyvistä havainnoistaan 
ja kehittämisideoistaan
toteutus ja 
v a i k u t t a -
vuus
Varmistetaan, että:
• Kattava ja monipuolinen riskien arviointi 
näkyy vaikuttavuutena läpi koko oppilai-
toksen ja korkeakoulun toiminnan
• Riskienhallintaa korostetaan jokaisessa 
tehtävässä läpi koko organisaation
• Raportointi on kattavaa 
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v a a t i m u s t e n 
täyttyminen
Turvalli-
suuteen 
liittyvät 
lakisääteiset 
vaatimuk- 
set ja muut 
vaikuttavat 
ohjeet
Varmistetaan, että:
• Turvallisuustoimintaa ohjaava lainsää-
däntö on kuvattuna ja saatavilla sekä sen 
seurantaan liittyvät toimet ovat kuvattui-
na  
turvallisuusdo-
kumentaatio
toiminta-
mallit
Varmistetaan, että:
• Turvallisuusdokumentaatiota on katta-
vasti esillä kotisivuilla 
• Sen saatavuudessa ja esillepanossa näkyy 
hallittu avoimuus 
• Turvallisuusdokumentaatio laaditaan 
käyttäjäryhmittäin ja se viestitään monika-
navaisesti 
• Turvallisuusohjeilla voi olla myös vaih-
toehtoisia toteutustapoja, kuten animaa-
tio tai lyhyt pod cast -tyyppinen esitys 
• Turvallisuusdokumentaatiossa huomioi-
daan erityistilanteet sekä niihin liittyvän 
toiminnan
• Esteettömyys on hyvä huomioida erilais-
ten julkaisukanavien kautta esimerkiksi 
viittomalla (animaatiot yms.), eri kielellä 
toteutettujen äänitteiden sekä myös kir-
jallisten dokumenttien avulla 
• Turvallisuusdokumentaatiossa huomioi-
daan sekä lakisääteiset että omaa turval-
lisuustyötä tukevat, omatoimiset julkaisut 
Lakisäätei-
set asiakir-
jat ja
– suunnitel-
mat
Varmistetaan, että:
• Turvallisuusasiakirjojen ja –suunnitelmi-
en tiedottaminen tapahtuu koko oppilaitos- 
ja koreakouluyhteisölle ja sidosryhmille 
kattavasti 
• Turvallisuusviestintä on tavoitteellista, 
ja siinä näkyy laatu sisällöllisesti ja mää-
rällisesti 
54
k i i n t e i s t ö -  j a 
t u r va l l i s u u s -
tekniikka
tekniset jär-
jestelmät
Varmistetaan, että:
• Kiinteistössä on kattava huoltojärjestel-
mä, josta selviää määräaikaistarkastusten 
historia ja nykytila -mahdollistetaan tur-
vallisuusjohdolle pääsy järjestelmään  
pelastustoi-
minnan edel-
lytykset
va r a u t u m i -
nen
Varmistetaan, että:
• Kiinteistö- ja turvallisuustekniikka ote-
taan osaksi turvallisuuden hallintaa 
• Pelastustoiminnan edellytyksiä pidetään 
yllä ohjaamalla koko yhteisöä kohteiden 
jatkuvaan tarkkailuun ja poikkeamista il-
moittamiseen 
• Kohteen käyttöön tuodaan sisäisiin palo- 
ja turvallisuustarkastuksiin sopivia tar-
kastuslistoja sekä myös menettely tarkas-
tusten dokumentoimiseksi 
• Jatkuvuudenhallintaa ja varautumista ke-
hitetään osana turvallisuusjohtamista 
• Hätätilanteisiin varaudutaan kattavin 
hätätilanneohjein ja henkilökuntaa kan-
nustetaan harjoittelemaan erilaisissa häi-
riötilanteissa toimimista – harjoitukset va-
litaan riskilähtöisesti  
ulkoistetut 
toiminnot
• Kiinteistö- ja turvallisuustekniikkaan 
liittyvien sopimusten vastuut määritellään 
sekä sopimuksiin liittyvät riskien arvioinnit 
saatetaan johdon tietoon
55
koulutus t u r v a l l i -
suuskoulu-
tuksen suun-
n i t t e l u  j a 
organisointi
Varmistetaan, että:
• Koulutussuunnittelun aloittaminen ja 
sen toteutuksen pohjautuminen tunnistet-
tuihin riskeihin sekä tehtävän kautta synty-
neeseen tarpeeseen varmistetaan
• Turvallisuuskoulutuksesta rakennetaan 
säännöllistä, riskilähtöistä toimintaa
• Jäsenille tarjotaan ”non stop”-tyyppisiä 
koulutuskokonaisuuksia suunniteltuina 
eri tehtävien ja osastojen toiminnan riskien 
mukaisesti 
• Turvallisuuskoulutus kuvataan koulu-
tuskellona kattamaan keskeiset turvalli-
suuden osa-alueet 
• Koulutustarjonnassa huomioidaan erilai-
set tehtäväkuvat 
• Turvallisuuskoulutusta järjestetään mo-
nipuolisesti
• Turvallisuusvartit otetaan osaksi viikko- 
tai kuukausikokouksia
koulutuksen 
riittävyys
Varmistetaan, että:
• Turvallisuuskoulutuksen toteutumisen 
riittävyys ja kattavuus sekä henkilökunnan 
osallistuminen 
• koulutukseen osallistujien ja heidän saa-
mansa koulutuksen keskeisten sisältöjen 
kirjaaminen koulutusrekisteriin 
k o u l u t u s -
rekisteri- ja 
suunnitelma
Varmistetaan, että:
• Työtehtäväkohtaisesti määriteltyjä tur-
vallisuustaso-vaatimuksia määritellään 
•Koulutustarjonnassa näkyy eritasoisia 
kokonaisuuksia, jotka ovat jaoteltuina 
esimerkiksi turvallisuusosaamisvaateiden 
kautta (esimerkiksi tarvittava osaamistaso 
I, II tai III) 
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viestintä turvalli-
suusviestin-
nän toteu-
tus
Varmistetaan, että:
• Turvallisuusviestinnästä tehdään katta-
vaa ja monipuolista – oppaita, ohjeita yms.
turvalli-
suusviestin-
tä erityisti-
lanteissa
• Myös hätätilanneohjeistus huomioidaan 
Varmistetaan, että:
• Turvallisuuspoikkeamat ja -havainnot 
saavat ilmoitusmenettelyn (läheltä piti -ti-
lanteet (near misses), onnettomuus- (ac-
cident) ja tapahtumailmoituksiin (incident) 
• Turvallisuusviestintää toteutetaan niin, 
että siitä tulee kaksisuuntaista, yhteisön 
jäseniä kannustetaan viestimään
• Viestijöiksi kannustetaan turvallisuudes-
ta vastaavia henkilöitä kuten ylintä johtoa, 
turvallisuusvastaavaa tms.
• Tietyt turvallisuutta edistävät kampan-
jat tuodaan esille jo suunnittelussa koko 
vuodeksi
• Turvallisuuden teemoista järjestetään 
erilaisia tapahtumia, joita esitellään mm. 
sosiaalisessa mediassa – oppilaat ja opiske-
lijat otetaan mukaan toteuttamaan
• Sidosryhmät huomioidaan samoin kuin 
myös muut erilaiset käyttäjäryhmät 
tulokset ja vai-
kutukset
seuranta ja 
mittaaminen
Varmistetaan, että:
• Valituilla mittareilla mitataan ja myös 
raportoidaan säännöllisesti turvallisuus-
toiminnasta 
• Turvallisuusjohtamiseen liitetään sään-
nönmukaista turvallisuustyön mittaamista 
ja tuloksista oppimista
analysointi ja pa-
rantaminen
Varmistetaan, että:
• Turvallisuustoimintojen mittaustuloksia hyödynnetään 
toiminnan suunnittelussa, parantamisessa ja ennakoivan 
toiminnan tukena
• Turvallisuuteen liittyvien tulosten analysointia kehite-
tään 
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Liite 2: Esimerkki POA-analyysilomakkeesta, jota kohde voi 
hyödyntää arjessaan
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Liite 3: Oppaat ja julkaisut oppilaitosten sekä korkeakoulujen 
turvallisuutta tukemaan 
Vapaaehtoistoimintaa turvallisesti - opas varhaiskasvatukselle, oppilai-
toksille ja korkeakouluille
Martikainen S. & Ranta T. 2020. Vapaaehtoistoimintaa turvallisesti -opas varhaiskasvatukselle, oppilaitoksille ja 
korkeakouluille. Laurea Julkaisut. Laurea-ammattikorkeakoulu. http://urn.fi/URN:ISBN:978-951-799-571-9
Vapaaehtoistoiminta, toiselta nimeltään vapaaehtoistyö, tarkoittaa omasta 
vapaasta tahdosta tapahtuvaa, kaikille avointa työtä, joka hyödyttää kolmatta 
osapuolta perheen ja ystäväpiirin ulkopuolella. Vapaaehtoistoimintaan liittyy 
käsite yleishyödyllisyys, jolla tarkoitetaan vastikkeetonta, yhteisvastuullista ja 
autonomista toimintaa. Vapaaehtoistyö on saamassa yhä isompaa jalansijaa 
myös koulutusorganisaatioiden arjessa. Tänä päivänä yhä useampi työtekijä ja 
opiskelija pääsevät osallistumaan vapaaehtoistyöhön osana omaa työtään tai 
opintojaan. Jotta työstä koituisi hyvää mieltä ja onnistumisen kokemuksia kaikille 
osapuolille, on jo ennakolta huomioitava työn suorittamiseen liittyvät riskit sekä 
turvallisuusvastuut ja niistä sopiminen.  Tämä opas on kirjoitettu sekä vapaaeh-
toistyöntekijälle, kohdeorganisaatiolle että myös vapaaehtoistyöhön lähettävälle 
organisaatiolle vapaaehtoistyön turvallisuuden varmistamiseksi.
Johdon vastuusta ja toiminnasta ulkomaantyön turvallisessa arjessa ja 
häiriötilanteissa, e-kirja
Martikainen, S. & Ranta, T. 2018. Johdon vastuusta ja toiminnasta ulkomaantyön turvallisessa arjessa ja häiriöti-
lanteissa. Laurea Julkaisut 98. Laurea-ammattikorkeakoulu. URN:ISBN:978-951-799-497-2 
Useat organisaatiot ja erilaiset yhteisöt toimivat tänä päivänä aktiivisesti kannus-
taakseen yhteisöjensä jäseniä ulkomaantyöhön. Tässä oppaassa ulkomaantyöllä 
tarkoitetaan kaikkea sitä toimintaa, joka tapahtuu kotimaan rajojen ulkopuolella. 
Opas on syntynyt tarpeesta kuvata turvallinen ulkomaantyön prosessi. Turvallisuu-
den varmistaminen on työnantajan velvollisuus silloin, kun lähtijänä on työntekijä. 
Lähettävä organisaatio vastaa työntekijöiden turvallisuudesta myös ulkomailla. 
Turvallinen työympäristö on jokaisen yhteisön jäsenen oikeus, eikä siitä voi tinkiä 
missään olosuhteissa. Hyvin ja systemaattisesti toteutettu turvallisuusjohtaminen 
ulkomaan kohteissa vaikuttaa myös organisaation imagoon. Lisäksi ulkomaan-
työn turvallisuutta säätelee monipuolinen lainsäädäntö, jonka velvoitteita on myös 
haluttu kuvata tässä oppaassa. Oppaan tarkoituksena on tarjota turvallisuus-
johtamisen ja riskienhallinnan kautta turvaa ulkomaantyölle. Kun turvallisuus on 
huomioitu jo ulkomaantyön suunnittelun alussa ja se otettu osaksi suunnitelmia 
sekä sitä kautta toimintaa, voi työntekijät voivat huoletta valmistautua tulevaa 
matkaa varten. ennakolta huomioitava työn suorittamiseen liittyvät riskit sekä 
turvallisuusvastuut ja niistä sopiminen. 
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Turvallisesti ulkomaille - opiskelijan opas
 Martikainen S., Ranta T., (2019). Turvallisesti ulkomaille - opiskelijan opas., Laurea julkaisut 104., Laurea-ammat-
tikorkeakoulu. URN:ISBN:978-951-799-507-8 
Turvallinen opiskelu- ja työympäristö on myös ulkomailla jokaisen oppilaitoksen 
ja korkeakouluyhteisön jäsenen oikeus, eikä siitä voi tinkiä missään olosuhteissa. 
Sinulla opiskelijana on tärkeä, oma roolisi turvallisuuden varmistamisessa. Esi-
merkiksi maakohtaisen vakuutuksen hankkiminen on yksi tärkeimmistä tehtävis-
täsi, kuten myös paikallisten rajoitusten ja ohjeiden selvittäminen. Tarkista myös 
ennakolta, mitä saat viedä laillisesti mukanasi kohteeseen. Varmista myös riittävä 
rokotusturva sekä muut terveyteesi liittyvät asiat hyvissä ajoin ennen matkaa.
Tämä opas on kirjoitettu sekä vapaaehtoistyöntekijälle, kohdeorganisaatiolle että 
myös vapaaehtoistyöhön lähettävälle organisaatiolle vapaaehtoistyön turvalli-
suuden varmistamiseksi.
Julkaisuja tukemaan turvallisuustyötä kaikilla kouluasteilla 
Turvallinen, väkivallaton koulu ja päiväkoti (ammatillinen kirja)
Martikainen S. (toim.). 2018. Turvallinen, väkivallaton koulu ja päiväkoti. Laurea Julkaisut 100. Laurea-ammatti-
korkeakoulu. URN:ISBN:978-951-799-494-1
Oppilaitoksen ja korkeakoulun ennakoiva turvallisuusjohtaminen on laaja ja haas-
tava tehtäväkenttä. Vaikka johtaminen lähtee liikkeelle ylimmän johdon toimista, 
tarvitaan sen toteuttamiseen koko henkilökunnan sitoutumista ja osallistumista. 
Myös lapsien, oppilaiden ja opiskelijoiden panosta tarvitaan turvallisuuden hyväksi. 
Turvallisuusjohtaminen vaatii koko työyhteisön osaamisen kehittämistä, jotta 
reagoinnin sijaan ennakoinnista tulee koko henkilökunnan toimintatapa. Näillä 
toimilla tarjoamme lapsille, oppilaille ja opiskelijoille hyvän oppimis¬ympäristön 
sekä työntekijöille hyvinvoivan työyhteisön.
Julkaisu sisältää koulujen ja päiväkotien turvallisuuden tietoperustaa käsitteleviä 
artikkeleita sekä artikkeleita, joissa on kuvattu arjen hyviä käytänteitä. Julkaisun 
kirjoittajina ovat Opetushallituksen rahoituksella vuosina 2017–2018 toteutetun 
Turvallinen, väkivallaton koulu –koulutuksen osallistujat ja opettajat. Tämä julkaisu 
on tarkoitettu varhaiskasvatuksen, perusopetuksen, lukioiden, ammattiopistojen 
ja vapaan sivistystyön turvallisuudesta vastaaville ja turvallisuuden kehittämisestä 
kiinnostuneille henkilöille. Toivomme, että julkaisu tarjoaa lukijoille uusia ajatuksia 
siitä, miten ennaltaehkäisevillä keinoilla voidaan vaikuttaa koulujen ja päiväkotien 
turvallisuuteen ja pienentää väkivallan uhkaa.
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Opas radikalisaation ja väkivaltaisen ekstremismin ennaltaehkäisyyn 
sekä puuttumiseen oppilaitoksissa ja korkeakouluissa, e-kirja. 
Ranta T., Martikainen S. (Eds.). (2018). Opas radikalisaation ja väkivaltaisen ekstremismin ennaltaehkäisyyn sekä 
puuttumiseen oppilaitoksissa ja korkeakouluissa. Laurea Julkaisut 88. Laurea-ammattikorkeakoulu. http://urn.
fi/URN:ISBN:978-951-799-480-4.
Väkivaltainen radikalisoituminen, ekstremismi ja ääriliikkeiden toiminta ovat entis-
tä näkyvämpiä Suomessa. Yksilön radikalisoitumiseen johtava prosessi voi olla hy-
vinkin nopea tai vaihtoehtoisesti se voi kestää vuosia. Väkivaltaiselle ekstremismille 
on lukuisia syitä ja sen ennaltaehkäisy edellyttää suunnitelmallista, monipuolista 
ja samalla joustavaa yhteistyötä muun muassa politikkojen, päättäjien, viran-
omaisten, perheiden ja ystävien kesken. Oppilaitosten ja korkeakoulujen toimet 
radikalisaation ja väkivaltaisen ekstermismin ennaltaehkäisemiseksi koskettavat 
suurta henkilömäärää. Ennaltaehkäisevät toimet ovat siten merkittäviä tekoja 
sekä turvallisen että terveellisen opiskelu- ja työympäristön varmistamiseksi.
Tässä oppaassa tarkastellaan radikalisaation ja väkivaltaisen ekstremismin kes-
keisiä käsitteitä, ilmiön syntymekanismeja ja sen esiintymistä Suomessa. Samoin 
käydään läpi riskiperusteisen turvallisuusjohtamisen periaatteita sekä lainsäädän-
töä. Oppaassa tuodaan esille myös konkreettisia turvallisuustoimia radikalisoi-
tumisen ja väkivaltaisen ekstremismin ehkäisemiseksi oppilaitos- ja korkeakoulu-
yhteisössä. Oppaassa ei käsitellä radikalisaatioon ja väkivaltaisen ekstremismiin 
vaikuttavia yhteiskunnan ennaltaehkäiseviä toimia.
Turvakävellen turvallinen koulu - e-kirja. 
Ranta T., Martikainen S., (2017). Turvakävellen turvallinen koulu., Laurea Julkaisut 81., Laurea-ammattikorkea-
koulu. http://urn.fi/URN:ISBN:978-951-799-465-1
Turvakävellen turvallinen koulu -opas keskittyy oppilaitoksen ja korkea- koulun 
turvallisuuskoulutukseen turvakävelyn keinoin. Se on tarkoitettu kaikille oppilaitos-
ten ja korkeakoulujen turvallisuuden kehittämisestä kiinnostuneille. Turvallisuus 
on aidosti vasta silloin hallinnassa, kun sitä toteuttaa koko kouluyhteisöyhdessä 
suunnitellen, harjoitellen ja tosipaikassa toimien. Turvakävelyitä on toteutettu 
monilla eri tavoilla ja eri tarkoituksessa jo lähes 30 vuoden ajan, vaikkakin vasta 
viime vuosina turvakävely on alkanut yleistyä lähinnä turvallisuuskoulutuksen me-
netelmänä. Omaa toimintaansa uhkaavien riskien tunnistaminen ja käsitteleminen 
on yksi oppilaitoksen ja korkeakoulun tärkeistä tehtävistä. Turvakävelyt ovatkin osa 
riskilähtöistä turvallisuustoimintaa.  Turvakävelyn sisällöksi valitaan oppilaitoksen 
tai korkeakoulun ajankohtainen teema. Oppaassa kuvataan erilaisia turvakävelyn 
teemoja sekä kerrotaan, miten kävely suunnitellaan ja toteutetaan. Parhaimmil-
laan turvakävely on kokonaisuus, joka antaa kulkijalleen riittävän ymmärryksen 
kohteen turvallisuudesta. Tärkeää on malttaa keskittyä oppimisen kannalta 
olennaisimpaan. Hyvin toteutettuna turvakävely on varsin oivallinen menetelmä 
oppilaitoksen ja korkeakoulun turvallisuuden kehittämiseen. 
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Safe Schools Through Safety Walks, e-kirja
 Ranta T., Martikainen S., (2017). Safe Schools through Safety Walks., Laurea Julkaisut 84., Laurea-ammattikor-
keakoulu. http://urn.fi/URN:ISBN:978-951-799-473-6
The Safe Schools through Safety Walks guide focuses on safety training for schools 
and higher education institutions using safety walks. It is intended for anyone inte-
rested in improving the safety of schools and higher education institutions. Safety 
is not truly under control until the entire school community practices it together by 
planning, training and taking action in a true emergency. Safety walks have been 
implemented in many different ways and for different purposes for nearly 30 years, 
although safety walks have started to become more common as a safety training 
method only during the past few years. Identifying and processing risks that 
threaten operations is one of the important tasks of a school or higher education 
institution. Safety walks are a part of risk-based safety work. 
A current theme at the school or higher education institution is selected as the sub-
ject of the safety walk. The guide describes different types of safety walk themes 
and explains how the walk is to be planned and implemented. Ideally, the safety 
walk is an entity that provides the participant with sufficient understanding on the 
safety of the site. It is important to exercise restraint and focus on only the most 
essential things for learning. When implemented well, safety walks are an excellent 
method to improve the safety of the school. 
Sisälle suojautuminen oppilaitoksissa, e-kirja 
Ranta T., Martikainen S., (2016). Sisälle suojautuminen oppilaitoksissa.  Laurea Julkaisut 75., Laurea-ammattikor-
keakoulu. http://urn.fi/URN:ISBN:978-951-799-451-4
Sisälle suojautuminen oppilaitoksissa -oppassa keskitytään sisällesuojautumis-
harjoituksiin, joiden vaikuttavuutta lisätään hyvän suunnittelun kautta. Oppilai-
tosten yksi keskeinen tehtävä on tunnistaa, analysoida ja käsitellä ne riskit, jotka 
voivat uhata sen toimintaa sekä päättää, millaisia riskejä oppilaitos pitää niin 
todennäköisinä, että niitä varten on tärkeää harjoitella. Kun arvioidaan lähialueella 
tapahtuvaa vakavaa sisälle suojautumista edellyttävää tilannetta, todennäköi-
simmiksi tapahtumiksi nousevat tulipalo tai kemikaalionnettomuus. 
Harjoituksiin tarvitaan mukaan koko oppilaitosyhteisö: henkilökunta, lapset, oppi-
laat ja opiskelijat sekä sidosryhmät. Tosipaikan tullen jokaisen oppilaitosyhteisön 
jäsenen on osattava toimia yhdessä. Turvallisuus on aidosti vasta silloin hallinnas-
sa, kun sitä toteuttaa koko oppilaitosyhteisöyhdessä suunnitellen, harjoitellen ja 
tosipaikassa toimien. Opas syntyi Opetushallituksen rahoittaman, Laurea-ammat-
tikorkeakoulun toteuttaman Varautuva, turvallinen koulu -koulutuksen osallis-
tujien esille tuoman tarpeen pohjalta. Opas on tarkoitettu kaikille oppilaitoksen 
turvallisuuden kehittämisestä kiinnostuneille. Toivomme oppaan antavan lukijoille 
uusia ajatuksia sisälle suojautumisen harjoittelun toteuttamiseen. 
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Sheltering indoors in Educational Institutions, e-kirja 
Ranta T., Martikainen S., (2018). Sheltering Indoors in Educational Institutions. , Laurea Julkaisut 92. Laurea-am-
mattikorkeakoulu. http://urn.fi/URN:ISBN:978-951-799-484-2 
Finnish schools have been practicing sheltering indoors for a few years now. The 
exercise scenario used has often been an external threat of violence targeted 
against the school. We have heard of shelter-in-place exercises, where primary 
school children have been escaping from the reach of a ‘man with a knife’ into 
the school premises. Schools also practice sheltering in case of shootings. These 
exercises have been performed with the best of intentions. However, the threat 
of external violence is hardly among the most likely threats in a school environ-
ment, even though we know that Finnish schools have been under the threat of 
extreme violence. Therefore, we recommend that schools arrange exercises that 
promote safety from a risk-based point of view, which would give the exercises 
totally different starting points. We encourage the school staff to estimate which 
external threats could adversely affect the educational institution community in a 
situation where the school staff was unable to take the correct action. Our goal is 
that schools would primarily focus on practicing for the kind of events that could 
occur during a school day. All kinds of safety exercises are of course justified, but 
considering the likelihood of different scenarios, schools could reflect what kind of 
hazards they primarily practice for. 
Turvallinen tapahtuma – Opas oppilaitosten ja korkeakoulujen tapahtu-
majärjestäjille, e-kirja. 
Martikainen S., Ranta T., (2016). Turvallinen tapahtuma: Opas oppilaitosten ja korkeakoulujen tapahtumajärjes-
täjälle. , Laurea Julkaisut 66., Laurea- ammattikorkeakoulu. http://urn.fi/URN:ISBN:978-951-799-438-5
Tänä päivänä oppilaitokset ja korkeakoulut toimivat aktiivisesti tapahtumien 
järjestäjinä ja on ollut ilahduttavaa huomata, miten monipuolisia ja - ilmeisiä 
tapahtumia meille kaikille on tarjolla. Tämä opas on syntynyt tarpeesta tarjota 
turvallinen ja sitä kautta onnistunut tapahtumaelämys tapahtumiin osallistu-
ville. Turvallisuus vaikuttaa tapahtuman ja tapahtuman järjestäjän imagoon.  
Epäonnistuessaan sillä on vaikutusta sponsoreiden ja osallistujien kiinnostukseen 
tapahtumaa ja tapahtumanjärjestäjää kohtaan. Oppaan tarkoituksena on siksi 
tarjota oppilaitosten ja korkeakoulujen tapahtumajärjestäjille hyvin suunnitellusta 
turvallisuustyöstä kivijalka muulle tapahtuman suunnittelulle. Kun turvallisuus on 
jo tapahtuman suunnittelun alkumetreillä huomioitu ja saatettu osaksi suunnitel-
mia sekä tulevaa toimintaa, voi loppusuoralla keskittyä muuhun tärkeään työhön 
tapahtuman onnistumisen varmistamiseksi. Tapahtuman turvallisuutta säätelee 
monipuolinen lainsäädäntö, jonka velvoitteita olemme myös halunneet kuvata 
tässä oppaassa. Ennen kaikkea haluamme kuitenkin tuoda turvallisen ja viihtyisän 
tapahtuman lähtökohdaksi riskit niiden tunnistamisen, arvioinnin sekä käsittelyn 
kautta. Turvallisuusalalla jo vakiintunut sanonta ”vain tunnistettuihin riskeihin 
voidaan varautua” pätee myös tapahtumien osalta.
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A Safe Event - Guidelines for Event Organisers at Schools and Higher Edu-
cation Institutions, e-kirja
Ranta T. & Martikainen S. (2018). A Safe Event - Guidelines for Event Organisers at Schools and Higher Education 
Institutions. Laurea Julkaisut 91. Laurea-ammattikorkeakoulu. http://urn.fi/URN:ISBN:978-951-799-483-5
The purpose of this guide is to help persons involved in the arrangement of events 
in ed-ucational organisations plan a safe event with proactive safety and security 
management (SSM) as their starting point. In this context, event refers to a public 
or private meeting, such as a party, seminar, meeting, conference, concert, 
exhibition, promotional event, amusement, contest or performance (Assembly Act 
530/1999). The event differs from normal teaching and guidance activities prac-
ticed by the educational organisation in terms of, for example, participants, time of 
day, space arrangements, catering or performers. 
In a large share of Finnish educational organisations, a prosafety and security 
atmosphere supporting the development of safety and security is beginning to 
emerge: schools want to do systematic work to enable creation of a safe education 
and working environment. It is good to consider the security work conducted by 
educational organisations as an entity visible in everything that the organisation 
does. 
Varautuva, turvallinen koulu (useita eri kirjoittajia), e-kirja. 
Martikainen S. (Ed)., (2016). Varautuva, turvallinen koulu., Laurea Julkaisut 70., Laurea-ammattikorkeakoulu. 
http://urn.fi/URN:ISBN:978-951-799-446-0
Oppilaitoksen turvallisuusjohtamisen tulee olla kokonaisvaltaista ja riskiperusteis-
ta. Turvallisuus luo vahvan perustan oppilaiden, opiskelijoiden ja henkilökunnan 
hyvinvoinnille. Varautumisen avulla ehkäistään päivittäisiä ja poikkeuksellisia 
vaaratilanteita. Hyvinvoinnilla tarkoitetaan fyysistä ja psyykkistä hyvinvointia sekä 
psykososiaalisia seikkoja. Siihen sisältyvät myös työ- ja opiskeluympäristöt. Hyvin-
vointi on työ- ja opiskeluelämän laatua ja sillä on merkittävä vaikutus oppilaiden, 
opiskelijoiden, työntekijöiden, kuten myös koko työpaikan ja koulutusorganisaation 
menestykseen. 
Varhainen puuttuminen on tuen tarjoamista oppilaalle, opiskelijoille, henkilö-
kunnan jäsenelle mahdollisimman nopeasti ongelman ilmaannuttua. Moniam-
matillinen yhteistyö on yksi keskeisistä varhaisen puuttumisen keinoista. Tämä 
julkaisu on suunnattu kaikille oppilaitoksen turvallisuusjohtamisen kehittämisestä 
kiinnostuneille henkilöille. Artikkelit sisältävät sekä turvallisuusjohtamisen teoriaa 
että turvallisuustyön hyvien käytänteiden kuvauksia. Keskeisiä teemoja ovat 
turvallisuusjohtaminen, turvallisuuskoulutus, hyvinvointi ja varhainen puuttuminen 
sekä palvelulupaus opetuksesta ja ohjauksesta. Julkaisu syntyi Opetushallituksen 
rahoittaman, Laurea-ammattikoulun toteuttaman Varautuva, turvallinen koulu 
-koulutuksen kehittämistehtävien pohjalta. Artikkeleita kirjoittivat koulutukseen 
osallistuneet eri oppilaitosten toimijat sekä koulutuksen opettajat. Toivomme, että 
julkaisu tarjoaa lukijoille uusia ideoita ja toimintamalleja oppilaitoksen turvallisuus-
työn kehittämiseen.
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Arjen ennakoiva turvallisuusjohtaminen (useita eri kirjoittajia), e-kirja. 
Martikainen S. (Ed). (2015). Arjen ennakoiva turvallisuusjohtaminen oppilaitoksissa. Laurea Julkaisut 53. Lau-
rea-ammattikorkeakoulu http://urn.fi/URN:ISBN:978-951-799-413-2
Oppilaitosten turvallisuus on koko oppilaitos- ja korkeakouluyhteisön yhteinen asia. 
Tämä julkaisu on suunnattu kaikille oppilaitoksen turvallisuusjohtamisen kehittä-
misestä kiinnostuneille henkilöille. Artikkelit sisältävät sekä turvallisuusjohtamisen 
teoriaa että turvallisuustyön hyvien käytänteiden kuvauksia. Keskeisiä teemoja 
ovat turvallisuusjohtaminen, riskienhallinta sekä jatkuva parantaminen. 
Julkaisu syntyi Opetushallituksen rahoittaman, Laurea-ammattikoulun toteutta-
man Arjen ennakoiva turvallisuusjohtaminen –koulutuksen kehittämistehtävien 
pohjalta. Artikkeleita kirjoittivat koulutukseen osallistuneet oppilaitosten toimijat 
sekä koulutuksen opettajat. Toivomme julkaisun antavan lukijoille uusia ajatuksia 
ja keinoja arjen turvallisuustyön kehittämiseen. 
Muut oppilaitoksen ja korkeakoulun turvallisuustyötä tukevat arjen 
artikkelit:
Kokeilukulttuurilla uutta osaamista koulutusorganisaatioiden turvallisuusjohtamiseen. 
Martikainen S., Ranta T., (2016). Kokeilukulttuurilla uutta osaamista koulutusorganisaatioiden turvallisuusjohtamiseen. UAS Journal, (3), Arene ry. 
URN:NBN:fi:amk-2016122121384 
Suuressa osassa suomalaisia koulutusorganisaatioita on syntymässä turvallisuuden kehittämistä tukeva, 
turvallisuusmyönteinen ilmapiiri: ne haluavat tehdä työtä turvallisen opiskelu- ja työympäristön mahdollis-
tamiseksi. Oppilaitosten ja korkeakoulujen turvallisuustyö on hyvä mieltää kokonaisuutena, joka näkyy läpi 
kaikessa toiminnassa. Se linkittyy erityisesti johtamiseen, jonka kautta syntyvät myös vastuut ja velvoitteet. 
Se edellyttää myös turvallisuusosaamista, jonka vuoksi tarvitaan henkilökunnan, oppilaiden ja opiskelijoi-
den koulutusta sekä harjoituksien järjestämistä. Vasta aito, koeteltu kyky ja valmius toimia kaikissa tilan-
teissa mahdollistavat toiminnan jatkuvuuden normaaliolojen häiriötilanteissa, kuten myös poikkeusoloissa. 
(Martikainen & Ranta 2014, 34.)
Lähtökohtamme on yhteinen varautumisen tahtotila. 
Ranta T., Pekki J., (2014). Lähtökohtamme on yhteinen varautumisen tahtotila. Turvallisuus & riskienhallinta, (6), p. 36, Turvallisuuden ja Riskien-
hallinnan Tietopalvelu. URN:NBN:fi:amk-2017070414114
 
Häiriötön toiminta on oppilaitosten ja korkeakoulujen yhteinen asia. Sen voi rakentaa hyvän varautumisen 
pohjalle. Työpajamallin kautta löytää uusia ideoita varautumiseen, yhteistä tekemistä ja ymmärrystä.

Turvallisuuden johtamiseen niin oppilaitoksissa kuin korkeakouluissa liittyy keskeisesti 
riskiperusteisuus, jonka kautta varmistetaan osaltaan toiminnan jatkuminen normaa-
lioloissa, häiriötilanteissa sekä myös poikkeusoloissa.  Varautuminen on kokonaisuus, 
jota ei voi koskaan tehdä etukäteisesti liikaa. Se on toimintaa, jonka avulla varmistetaan 
häiriötilanteissa ja poikkeusoloissa oppilaitoksen ja korkeakoulun tehtävien hoitaminen 
mahdollisimman häiriöttömästi sekä tarvittavat, tavanomaista poikkeavat toimet.
Opas on syntynyt tutkitusta tarpeesta kuvata riskiperusteinen, turvallisuusjohtamiseen 
perustuva malli turvallisen ja viihtyisän opiskelu- ja työympäristön mahdollistamiseksi 
jokaiselle näissä yhteisöissä opiskeleville ja työskenteleville myös silloin, kun kaikki ei 
menekään odotetusti. Turvallinen työympäristö on myös jokaisen työyhteisön jäsenen 
oikeus, eikä siitä voi tinkiä missään olosuhteissa. Hyvin ja systemaattisesti toteutettu 
turvallisuusjohtaminen vaikuttaa positiivisesti myös kohteensa imagoon.  
