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amb entre catorze i divuit fotos numera-
des; i una altra, a nivell de la cintura, amb 
les explicacions numerades de cada una de 
les fotos, moltes de les quals són les que va 
escriure el donatari i van entre cometes (i 
algunes ens expliquen històries bastant bès-
ties). Al final de cada explicació, hi consta 
el nom del donatari de la foto. Les expli-
cacions se’ns presenten en caràcters força 
petits, i alguna explicació està repetida en 
dues fotos.
Certament es tracta d’una iniciativa 
lloable, i les fotos resulten interessants sim-
plement pel fet de provenir de la Guerra 
Civil. Hi ha, però, dos punts on un petit 
esforç extra hagués millorat la presentació i 
la comprensibilitat de l’exposició (suposem 
que sorgeixen del fet que, qui ha fet la tasca 
de recollir les fotos, era un periodista i no 
un historiador o un arxiver). Un és la dispo-
sició de la informació dels plafons, on hom 
ha de buscar l’explicació de cada foto enmig 
d’un bloc de text dens i amb lletra menu-
da, situat lluny de l’ull si hom està dret, i 
això en dificulta la lectura i afecta la fluïdesa 
de l’exposició. L’altre, també important, és 
que, fora del panell dedicat a Antoni Agu-
lló (suposem que aquelles fotos van venir en 
un mateix paquet), les fotos semblen haver 
estat adherides al seu panell final a mesura 
que s’anaven rebent, i no s’ha fet cap intent 
d’organitzar-les temàticament. Per exemple, 
les dues fotos de la morgue apareixen en pa-
nells diferents i distanciats entre ells, per-
dudes entre altres fotos força miscel·lànies). 
Això darrer arriba a crear una certa confusió 
en el visitant: és una exposició “en esbor-
rany”, i és una llàstima, perquè l’exposició 
perfecta estava a l’abast de la mà.
En el moment de fer el redactat final 
d’aquesta ressenya, l’1 de juny de 2011, la 
web de “Fem Memòria” també sembla estar 
a mig gas. Existeix, però alguns dels seus 
menús no “s’obren”. De fet, es pot explorar, 
però mitjançant diverses entrades localitza-
des a Google.
Lluís Paloma Sànchez
ENIGMA, una màquina clau en la codi-
ficació de missatges. Exposició organitzada 
pel Museu Nacional de la Ciència i de la Tèc-
nica de Catalunya (mNACTEC) i l’Instituto 
de Historia y Cultura Militar del Ministerio 
de Defensa. Exhibida al Mnactec del 26 d’oc-
tubre de 2010 al 10 d’octubre de 2011.
L’oportunitat que se’ns presenta és 
interessant: el Ministeri de Defensa espa-
nyol, que disposa d’algunes velles màqui-
nes ENIGMA, n’ha dut una al mNAC-
TEC per a ser-hi exposada durant un any. 
Per a qui l’ocasió l’agafi desprevingut, allò 
que fa l’ENIGMA important és que va ser 
la màquina de codificació/descodificació 
de missatges secrets emprada per l’exèrcit 
alemany durant la II Guerra Mundial, i 
que de la desencriptació dels seus missat-
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ges per part dels aliats va dependre que 
aquella guerra es pogués guanyar més avi-
at. L’exposició com a tal és d’una senzillesa 
notable. Això no vol dir que sigui menys 
interessant. Tot i que a primera vista xoca. 
Ens expliquem.
Quan hom arriba al mNACTEC i entra 
a la sala d’exposicions, a la dreta, al fons i 
al costat dels cotxes, es troba amb una visió 
certament desconcertant: un espai de 3 x 9 
voltes precintat amb cinta plàstica de dos 
colors, espai on a primera vista hom només 
hi veu elements d’ordinadors gegantins dels 
anys 1970, aturats i envellits, surreals. Hi 
ha algun cartell visible, però els dos que qui 
escriu ha pogut llegir semblen poder-se lle-
gir per casualitat. Finalment, hom detecta 
un accés cap al mig d’aquest espai i hi veu 
un moble blanc minimalista, d’aspecte molt 
més modern i cuidat que la resta, amb una 
vitrina. Aquest moble és el que conté l’expo-
sició. Analitzem-lo.
El primer que veiem és un text introduc-
tori, ofert en català, castellà i anglès (i amb 
tinta vermella): «L’encriptació de missatges 
és la tècnica que altera les representacions 
lingüístiques d’un missatge per tal d’ocul-
tar-ne el seu significat. En temps de guerra, 
l’encriptació és una arma clau, ja que per-
met la comunicació d’informació entre els 
components d’un mateix bàndol amb la se-
guretat de no ser descoberts per l’adversari. 
Una tasca primordial dels diferents bàndols 
serà, doncs, la d’aconseguir sistemes d’en-
criptació d’alta seguretat i, d’altra banda, 
desencriptadors capaços de treure l’entrellat 
dels missatges aparentment indesxifrables. 
[blanc] A banda dels aparells creats exclu-
sivament per a aquesta funció, al llarg de la 
història s’han ideat diferents sistemes d’en-
criptació més senzills: tintes invisibles que 
reaccionen amb l’escalfor o elements quí-
mics, escriptura invertida, sistemes de subs-
titució de lletres, símbols, etc.»
Tot seguit ens acostem a un llibre i un 
text en negreta. El llibre és de Caixa Terras-
sa, està obert per la pàgina 52 (Llar de l’An-
cianitat) i el text en negreta diu: «Aquest lli-
bre té un missatge amagat... sou capaços de 
desxifrar-lo? Aquí teniu el codi.» (3-46/4-
9/7-31/... Aquí el qui escriu admet que va 
provar de desxifrar-lo... sense èxit).
«La màquina encriptadora Enigma fou 
creada el 1923 per l’enginyer alemany Art-
hur Scherbius, basant-se en una patent ho-
landesa prèvia. Primerament fou utilitzada 
en l’enviament de missatges dins del context 
comercial i industrial, però ben aviat es va 
aplicar al context militar esdevenint una de 
les màquines protagonistes de l’encriptació 
en la II Guerra Mundial. / L’Enigma, utilit-
zat pel bàndol nazi i els seus aliats, era capaç 
d’establir missatges amb més de 456.976 
combinacions en cada una de les 24 possi-
bles posicions dels seus rotors, esdevenint 
un veritable maldecap per al bàndol contra-
ri. Les màquines Enigma a l’estat espanyol 
foren utilitzades per encriptar missatges en 
transaccions comercials, industrials i mili-
tars, durant la Guerra Civil i la Post-Guerra.»
Això ens prepara per a poder admirar la 
màquina ENIGMA, que està tancada dins 
d’una vitrina. Una màquina original, certa-
ment antiga, prou ben conservada. És més 
endavant que se’ns oferirà la possibilitat de 
trastejar amb, almenys, una simulació infor-
màtica de la màquina. De moment, l’expli-
cació que se’ns fa de la màquina és aquesta:
«Màquina d’encriptació ENIGMA
Marca: Enigma Chiffiermaschinen AG
Model: Model D
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Any: primera meitat del segle xx
Inventor: Hug Alexander Koch
Procedència: Instituto de Historia y Cultura 
Militar - Ministerio de Defensa
Dipòsit: Ejército de Tierra Español (Insti-
tuto de Historia y Cultura Militar - Minis-
terio de Defensa)»
Remarquem que, aparentment, la mà-
quina sembla haver-se fabricat expressa-
ment per a ser portada a Espanya. Un selec-
tor amb indicació semicircular diu «Max. 
Batería. Min. ...» [i esborrat]. El teclat és 
de tipus espanyol. Un text final ens explica: 
Com es podia vèncer l’Enigma?
«La decodificació d’un missatge Enigma 
requeria d’una màquina d’iguals caracterís-
tiques amb els rotors orientats en la mateixa 
posició. Però si no es podia saber la posi-
ció dels rotors ni el codi utilitzat, s’havia de 
realitzar una gran quantitat de càlculs per 
trobar els patrons establerts i desxifrar el 
codi d’encriptació. Per realitzar aquest gran 
nombre de càlculs, l’exèrcit anglès va crear 
el centre militar de Bletchley Park, on un 
gran ordinador, el Colossus, era capaç de fer 
càlculs fiables a alta velocitat i desxifrar més 
de mil missatges enigma que interceptaven 
dia a dia a l’exèrcit alemany.»
Finalment, arribem a un ordinador amb 
pantalla, teclat, rodes (emuladores dels ro-
tors) i simulació informàtica d’ENIGMA. 
Un text ens explica com «Encriptar un mis-
satge a l’estil Enigma»:
«En primer lloc, cal girar les rodes per 
establir el codi d’encriptació. Es poden po-
sar en la posició que es vulgui. Mantenint el 
codi, sense moure les rodes, s’ha d’escriure 
a l’entrada la paraula o frase que es vulgui 
encriptar. El resultat apareixerà a la sortida. 
Si no es canvia la codificació i es repeteix 
l’operació a l’inrevés, es podrà veure com el 
vostre missatge, desencriptat, apareix com a 
resultat. S’observarà, durant tot el procés, 
que a la pantalla es visualitza com cadascu-
na de les lletres es converteix, mitjançant la 
combinació de rodes, en la lletra encriptada, 
que veurem il·luminada.»
És una secció de resultats una mica agre-
dolços: en l’experiència de qui escriu, aquell 
dia les tres rodes no feien cap efecte sobre 
els “rotors” de la pantalla, que no es podien 
manipular. Es podia escriure amb el teclat 
informàtic a l’Entrada, però la Sortida roma-
nia invariable i plena de lletres (presumible-
ment, algú devia petar el sistema). S’ha de 
dir que qui escriu va enviar un correu elec-
trònic a l’adreça del mNACTEC comentant 
tot això, i des del mNACTEC es va respon-
dre que ho farien mirar pels informàtics.
I l’exposició com a tal acaba aquí. Ha 
estat un viatge interessant (si bé una mica 
frustrant en el seu tram final per les raons 
descrites), i és una de les propostes més 
atractives que ens ha fet el mNACTEC 
aquests darrers temps. Ens podem quedar 
aquí, però... també podem intentar analit-
zar-ho una mica més: anem a intentar una 
descripció molt bàsica de com funciona la 
màquina ENIGMA, per tal de compren-
dre’n les possibilitats i les limitacions. Per 
a fer-ho ens hem basat en l’experimentació 
directa amb una “ENIGMA per internet” 
trobable a http://enigmaco.de/enigma/enig-
ma.swf (i que ha estat feta servir a l’ordina-
dor de l’exposició amb unes poques modifi-
cacions menors, com el color de fons) i amb 
una “ENIGMA descarregable” trobable a 
http://users.telenet.be/d.rijmenants, pàgina 
on es pot trobar una descripció molt més 
completa del seu funcionament i història.
L’ENIGMA, físicament, és un aparell 
portàtil, de tecnologia punta al principi de 
la II Guerra Mundial. Els seus elements 
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alemany), un panell de làmpades on s’hi 
representen les lletres de l’alfabet (cada cop 
que es tecleja una lletra del missatge s’il-
lumina la lletra codificada resultant), un 
panell frontal de reconnexions (que per-
met intercanviar lletres per a augmentar 
les possibilitats de codificació; sempre s’ha 
de fer per parelles de lletres, convertint per 
exemple la X i la Z en Z i X respectiva-
ment, respecte de les lletres del teclat), un 
sistema de reflector (B o C) i tres o quatre 
rotors (que són la base de l’encriptació).
Suposem que volem encriptar un mis-
satge bàsic, per exemple, en una ENIGMA 
de tres rotors. No ens compliquem gaire la 
vida per a l’exemple i situem els tres rotors a 
la lletra/posició “A”, sense intercanviar cap 
lletra. En teclejar les lletres del missatge (en 
el nostre exemple, “revistaterme”) fem que 
els rotors es vagin movent un pas, de mane-
ra ordenada: el rotor de la dreta es mou cada 
cop que teclegem una lletra, i cada cop que 
aquest arriba a la lletra “A” fa que el rotor 
del centre es mogui una posició (o dues en 
una combinació de dues “A”). El rotor de 
l’esquerra es mouria una posició (o dues, en 
una combinació de dues “A” amb el rotor 
del mig) només quan el rotor del centre tor-
nés a la posició “A”. Com que cada rotor és 
un pas de codificació i a cada nova lletra la 
relació entre els rotors canvia de la manera 
descrita, ens trobem que l’ENIGMA funcio-
na com un sistema de clau perpètuament 
variable, de manera que fins i tot teclejant 
diverses vegades la mateixa lletra el resultat 
codificat serà variable i sense sentit aparent. 
Fent els ajustaments descrits, “revistaterme” 
resulta en “VLQQBRCRWXTT”.
I quina és la utilitat d’un resultat així? 
Parlem ara d’un amic nostre, el reflector. 
Així com els rotors poden combinar-se de 
moltes maneres diferents, el reflector esta-
bleix connexions per parelles. Això vol dir 
que si la “A” es transforma en “Z”, la “Z” es 
transformarà en “A”. I això és el que permet 
que els missatges puguin ser desencriptats 
per qualsevol màquina ENIGMA, mentre 
l’ajustem igual que la màquina ENIGMA 
emissora. Així, ajustant els tres rotors a “A” 
i no reconnectant cap lletra, “VLQQBR-
CRWXTT” es codifica/desxifra com a 
“REVISTATERME”.
Evidentment, per a poder fer aquesta 
operació cal conèixer primer la clau, és a 
dir, la situació inicial dels rotors, més les 
possibles reconnexions de parelles de lle-
tres que s’hagin pogut establir a la ENIG-
MA emissora. I això és el que va fer que 
inicialment els aliats es tornessin micos 
amb els missatges ENIGMA dels nazis. 
Però una anàlisi més a fons del problema 
els va permetre superar aquest obstacle. Si 
només comptem les posicions possibles de 
tres rotors amb 26 passos cadascun, surten 
17.576 combinacions. Aquest número és 
fins i tot una mica més petit si comptem 
els “dobles passos” que ocorren quan co-
incideixen dues “A” costat per costat. Són 
força possibilitats, però no una cosa incon-
trolable. Si a més comptem que aquestes 
possibilitats s’ordenen en només 26 grups 
(els del primer rotor), trencar la clau és 
possible amb una certa facilitat. Un pro-
blema per als desxifradors era el reflector, 
fins que van descobrir que feia connexions 
recíproques. Hi havia dos possibles reflec-
tors, el “B” i el “C”, amb característiques 
només una mica diferents. Trobant quin 
dels dos es feia servir en una determina-
da xarxa d’emissors/receptors ENIGMA, 
la feina passava a ser molt fàcil. Afegir un 
quart rotor de 26 passos només aconseguia 
multiplicar les possibles combinacions per 
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posicionable. Hi havia, a més, el detall que 
certs elements dels missatges, com espais, 
punts i interrogants, tenien sempre els 
mateixos valors, cosa que ajudava els des-
xifradors aliats. El més important: els ali-
ats coneixien els detalls de la màquina, i a 
més van poder capturar els llibres de codis 
de l’enemic. Encara que els alemanys van 
poder crear finalment màquines ENIGMA 
de vuit rotors amb tres rotors selecciona-
bles (fins i tot reconfigurables) i amb pos-
sibilitats de combinació molt expandides, 
ja era massa tard. Els aliats podien desxi-
frar missatge rere missatge amb l’enorme 
ordinador instal·lat a tal efecte al centre 
d’intel·ligència de Bletchley Park, Angla-
terra. Es calcula que poder desxifrar mis-
satges ENIGMA va escurçar la II Guerra 
Mundial en dos anys.
Tota aquesta història té un final força 
irònic. A la fi de la II Guerra Mundial, An-
glaterra i els EUA van vendre les màquines 
ENIGMA que sobraven a d’altres països. 
Aquests, convençuts que les màquines eren 
100% segures, van emprar-les per a les 
seves comunicacions secretes... que eren 
immediatament interceptades i desxifrades 
pels anglesos i els nord-americans amb els 
seus grans ordinadors. No es va fer públic 
que s’havia “trencat” la codificació ENIG-
MA fins al final dels anys 1960. Un retard 
que per a anglesos i nord-americans va ser 
certament sucós.
Lluís Paloma Sànchez
