Perceived security threat
Internet users' degree of worry/fear about Internet security threats. It manifests as security concern. Leventhal et al. 1965; Liang and Xue 2009; Maddux et al. 1986; Rogers and Mewborn 1976 Perceived security selfefficacy Internet users' belief in their ability to take protective measures to avoid Internet security threats. Compeau and Higgins 1995; Lam and Lee 2006; Liang and Xue 2009; Maddux et al. 1986; Maddux and Rogers 1983; Pechmann et al. 2003; Rogers 1975; Witte et al. 1996 Perceived security response efficacy
Internet users' belief about whether or not the recommended protective measure can effectively protect against Internet security attacks. Compeau and Higgins 1995; Lam and Lee 2006; Liang and Xue 2009; Maddux et al. 1986; Rogers and Mewborn 1976; Witte et al. 1996 Protective actions Internet users' one or more protective countermeasures to reduce or eliminate risk of Internet security attacks. Lazarus 1993; Xue 2009, 2010; McCrae 1984 Seeking help
Internet users' interactions with others in seeking social support and assistance in dealing with Internet security threats.
Lazarus1993; McCrae 1984; Tobin et al. 1989 Avoidance Avoiding the use of the Internet in various degrees, especially avoiding sensitive activities such as online banking, in order to avoid online security threats.
Lazarus 1993; Xue 2009, 2010; McCrae 1984 Appendix C
Internet Security Attacks, Protective Actions, and Survey Instrument
Internet security attacks are malicious and intentional acts that would cause damages to your computer or illegally collect your information such as your personal and financial information or Internet behaviors.
Note:
The term your computer in this questionnaire indicates your personal or home computer.
Table C1. List of Internet Security Attacks
Malicious code attacks (e.g. viruses, worms and Trojan horses) Malicious email attachment (email attachments contain or hide malicious code) Spoofing and phishing attacks (you believe you are receiving e-mail from a trusted source, or are connected to a trusted web site, when that is not the case) Spyware attacks (software that is secretly installed on your computer and collects information about your without your knowledge) Scareware/rogueware attacks (e.g., fake anti-virus and anti-spyware software) Botnets attacks (e.g., your computer was controlled by malicious codes from the Internet to conduct malicious attacks) Social engineering attacks (e.g., you were deceived to give out confidential information) Unauthorized accesses to your computer from the Internet Other-Please specify [A text input box followed to allow respondents to add other attacks]
Taking protective actions means taking one or more of the following security countermeasures to reduce the risk of Internet security attacks on your computer. *Education scales: 1 = Some school, no degree; 2 = High school graduate; 3 = Some college, no degree/college students; 4 = Professional degree/two-year associate degree; 5 = Bachelor's degree; 6 = Master's degree; 7 = Doctoral degree. **The large difference between the years of experience in the United States and China samples supports our argument that the Chinese users have less experience with the Internet.
In the U.S. sample, the mean age was 34.1, with 33 percent of respondents above and 67 percent at or below 45 years of age. Although younger respondents still dominated our sample population, the age distribution was relatively close to the age distribution of the U.S. 
