ICT has become an increasingly important factor in the development process of nations. Major barriers can be met in the adoption and diffusion of e-government services depending on the readiness of a country in terms of ICT infrastructure and deployment. This study aims to define organizational requirements that will be necessary for the adoption of e-government to resolve the delay of ICT readiness in public sector organizations in developing countries. Thus, this study contributes an integrated e-government framework for assessing the ICT readiness of government agencies. Unlike the existing e-government literature that focuses predominantly on technical issues and relies on generic e-readiness tools, this study contributes a comprehensive understanding of the main factors in the assessment of e-government organizational ICT readiness. The proposed e-government framework comprises seven dimensions of ICT readiness assessment for government organizations including e-government organizational ICT strategy, user access, e-government program, ICT architecture, business process and information systems, ICT infrastructure, and human resource. This study is critical to management in assessing organizational ICT readiness to improve the effectiveness of e-government initiatives.
Introduction
Electronic government (e-government) refers to the use of information and communications technology (ICT), and specifically the Internet, as a tool to achieve better government (OECD, 2003) . ICTs have been introduced in the government sector in the past two decades in an attempt to achieve greater operational efficiency and effectiveness (O'Neill, 2009 ).
E-government has several dimensions. Every dimension requires leadership, cross-coordination and knowledge, all integrated with an ICT strategy to achieve the vision (Bakry, 2004 , Caldow, 1991 . The availability of an e-government framework for assessing the ICT readiness in public sectors is critical in developing effective e-government policies and strategies (ACM, 2008) . While there are many e-readiness assessment tools, there is a need for fixed guidelines on how these tools can be shaped as frameworks in implementing assessment in particular e-government contexts (ACM, 2008) . The design of e-government readiness assessment frameworks requires comprehensible measurement of the assessment design that determines factors clearly derived from information needs (ACM, 2008 , APEC, 2008 , CID, 2002 .
This study provides an integrated framework for assessing organizational ICT readiness of e-government that integrates pertinent components in a developing country public sector. The framework assesses e-government organizational ICT readiness through seven dimensions: user access, e-government program, ICT architecture, business process and information systems, ICT infrastructure and human resources, and e-government strategy which influences the other factors. E-readiness is the aptitude of an economy to be a participant in the digital economy (Bui et al., 2003) .
Theoretical Background
During the last two decades, the e-government stream of research within the information systems literature has grown significantly (Andersen and Henriksen, 2005 , Heeks, 2003 , Thompson and Jones, 2008 . Some authors have investigated the potential impacts of ICT and management issues (Bellamy and Taylor, 1994 , Fountain, 2001 , O'Neill, 2009 . Others have focused on ICT transfer, culture and country-specific factors in e-government development, and diffusion among stakeholders in developing countries (Abdalla, 2006 , Alshihi, 2005 , Baark and Heeks, 1999 , Rahman, 2007 .
More research is needed on organizational issues impacting on e-government effectiveness. The literature has a predominant focus on technological issues such as ICT architecture and infrastructure such as portals, security and authentication, web standards (Moon, 2002) ; interoperability (Millard, 2007) ; metadata, open source software, domain policy, connectivity (Reddick, 2005) ; procurement practices, project design (Gil-Garcia and Pardo, 2005, Martin and Bryne, 2003) ; and implementation issues (Heeks, 2005a , Layne and Lee, 2001 , O'Neill, 2009 . Extant research predominantly focuses on issues of functionality (Layne and Lee, 2001, Millard, 2007) and the technical aspects (Chen, 2002 , Safai-Amin, 2002 of ICT in an e-service delivery context. However, there is a considerable gap between what can be done by using ICTs and what has been achieved in reality (OECD, 2002 , OECD, 2003 . E-government initiatives are frequently unsuccessful because of one of the following: the technical system is never implemented; the technology is discarded after implementation; key goals are not achieved (relating to cost, implementation timeframes, and capability) and/or they result in considerable unpredicted outcomes (Heeks, 2005b) . While some studies focus on the success and failure rates of e-government, more than one-third of e-government initiatives are overall failures (e.g. the failure of decision support systems in East Africa); an additional, half can be viewed as limited failures (e.g. the limited or partial failure of management information systems in Eastern Europe); and approximately one seventh are successes (Heeks, 2003) .
The existing e-readiness tools fail to adequately address organizational issues. For instance information access within organizations is often overlooked (Stephen et al., 2006) . Measures of physical ICT infrastructure and education are popular factors in e-readiness assessments tools. Extant tools provided unsuitable parameters and factors in assessing the comprehensive e-readiness of organizations and were matched by policy and economic environment surroundings (Rizk, 2004) . Stephen et al. (2006) suggest that a new e-readiness integrated tool is needed that highlights information access and also co-locates the different segments of organizational, ICT, human resources, and external readiness.
In addition to ignoring organizational issues, existing tools do not place sufficient emphasis on e-government considerations. Studies of e-government framework assessment point out that some e-readiness tools do not comprise e-government in their assessments (Azab et al., 2009 ). These tools mainly evaluate e-services and accessibility, support and usage of ICT (Azab et al., 2009 ). E-readiness assessment tools are inadequate in considering factors relating to e-government, such as culture and technology acceptance of public officials (Alshihi, 2005) , excellence of ICT infrastructure in government organizations, strategies, national e-government program architecture. There is insufficient research linking e-readiness and e-government implementation in a nation (Altman, 2002) . A concentration on the mainly specific issues to e-government when endeavouring to measure it is highly recommended (Jansen, 2005) .
Research pertaining to organizational ICT readiness for e-government is embryonic. While the literature recognizes the significance of ICT readiness in organizations (Andersen and Henriksen, 2005) , empirical work remains limited. E-government literature focuses on technical capabilities and relations and their consequences on e-services (Andersen and Henriksen, 2005, Norris and Lloyd, 2006) . However, e-government literature largely ignores e-government organisational strategy, and national e-government program model connected to relative factors. Since e-government is a relatively new research area, organizational ICT architecture and adoption strategy have not been widely discussed in the literature. Some studies have discussed the dimensions of e-government, such as Ebrahim and Irani (2005) , Heeks (2003), and Richard (2001) . However, these studies did not concentrate on the component of e-government organizational strategy and national e-government program model and its relationship to the ICT readiness, organizational architecture, business process and Information systems, ICT infrastructure and human resource dimensions. Research is necessary that provides an integrated architecture framework for e-government adoption that can assist ICT managers in assessing the ICT readiness for an organization in public sector.
A Suggested E-Readiness Framework for Assessing Government Organizations
The proposed framework stems from previous research on information systems e-government success, and e-readiness. As illustrated in Figure 1 , it integrates seven dimensions of e-government organizations. First, it explains organizational ICT strategy as a major factor in reaching a successful e-government adoption in Section 3.1. Section 3.2 clarifies the high demand for e-service delivery channels in the public sector. Section 3.3 describes the three major components of the e-government program which should be connected to the government agencies. Section 3.4 explains ICT architecture roles to advance the success of e-government organization portals. Section 3.5 focuses on business processes, knowledge management, change management, and ICT applications. Section 3.6 describes technologies that should be prepared before e-services can be offered consistently and efficiently to the citizens. Finally, Section 3.7 explains the important factors of human resources in the success of e-government.
E-Government Organizational ICT Strategy
E-government strategy is "is essential for effective e-government implementation. A strategic plan provides a roadmap for an organization to move from its current state to its desired medium or long term future state" (Lee, 2010 pp 7) . A lack of consensus exists within the literature about the importance of strategy for e-government adoption. Some studies on e-readiness assessment tools stress that ICT strategy is fundamental for e-government adoption to be succeed (APEC, 2000 , APEC, 2008 , Bakry, 2004 ) studies reveal that IT strategy does not have a strong impact on e-government readiness (Azab et al., 2009) . However, these studies and e-readiness assessment tools consider the strategy as a national e-government strategy not as a government organizational ICT strategy.
The ICT-related Millennium Development Goals (MDGs) incorporate e-readiness considerations (World Bank, 2005) . The MDGs highlight important issues for e-readiness assessment (World Bank, 2005) . These assessments can be utilized to assist countries in achieving e-government readiness including strategy. E-government strategy should identify a number of visions and goals to validate its cost and to verify the degree to which these are accomplished (World Bank, 2005) . Strategy should identify possible challenges, technological, economic, and political (World Bank, 2005) . An e-government strategy should be aligned with the organization's business and information systems strategy. Also, e-government strategy should be compatible with the strategy of e-government national program (Yesser, 2005) . In addition, both Azab et al.(2009) and Bakry(2004) develop a framework for e-readiness assessment model. One of their categories is a strategy. The strategy construct in both models includes leadership and action plans. Strategy should apply an action plan that includes: organization (accountability, structure, resource allocation, IT policies and procedures) (Azab et al., 2009) . It offers the suitable strategy to assist all programs in a aligning the goal, framework, capacity, and risks identified by the whole organization.
This model should be applied in developing nations involved in the process of developing ICT visions and plans to move their countries forward in the digital age. The model would be valuable to ICT program directions, ICT policy developers, and e-government professionals seeking to assess the level of ICT readiness to ensure the success of organizational e-government plans.
Moreover, transformation and action plans should consider funding sources, and recognize various e-government stakeholders in order to verify their responsibilities and the significance to be achieved (Azab et al., 2009 ).
If applied effectively in developing countries, strategy can advance e-government productivity in the public sector. We propose that strategy can influence e-government organizational ICT readiness drivers including e-government user access, e-government program, business processes and information systems, ICT infrastructure, and human resources. Each of the mentioned dimensions is described in the following sections below.
E-government User Access
An access channel is "a means for users to contact public administrations (inbound) or for public administrations to contact their users (outbound) with the aim of acquiring or delivering public services" (IDA, 2004 pp 4) . (Becker and Nowak, 2003, Carter and Belanger, 2005) , little attention has been placed on factors such as usability, accessibility and the availability of public e-services from an e-government user's perspective (Alsobhi et al., 2009 ). E-government needs to be driven by user demand, not only by cost reduction goals. These user requirements includes time savings, increased convenience and accessibility (World Bank, 2005 , Yesser, 2005 , has been affected by the need to provide e-government users with more extensive and effective channels for interacting with government using web-based systems (Brannen, 2001) . Service delivery refers to the process of providing government services through e-government portals (Maheshwari et al., 2009) . Moreover, accessibility refers to the ease of attaining information and services offered through an e-government portal (Criado and Ramilo, 2003) .
Access channels are important for e-government and refer to the means by which users can obtain different government services (Ebrahim and Irani, 2005) . Users can be citizens, employees, government sector, private sector, and other groups or communities (Ebrahim and Irani, 2005) . Access channels comprise online and offline channels of delivery through which products, services and information are utilized, accessed and communicated by various technologies such as Internet, ATMs, PCs, fixed-line and mobile phones (WAP), and kiosks in public places (Ebrahim and Irani, 2005, IDA, 2004) .
E-government Program

Definition of E-government Program
This dimension is regarding integrating digital data of different organizations into a single-sign on of e-government website portal. E-government program intends to deliver interoperability and integration of services among all government organizations (G2G), between government organizations and customers (G2C), between government organizations and business organization (G2B), and between government organizations and their employees (G2E) (Yesser, 2005 ).
E-government program attempts to accomplish superior efficiency in government performance, in the course of raising the performance of services and transactions for users from various sectors of society with ease and professionalism (Almarabeh and Abuali, 2010). E-services could include services such as rate paying, licensing or information queries (Almarabeh and Abuali, 2010). Experts describe the portal as "a service transformation program" because it serves as an umbrella for all government departments, authorities and administrations. The e-government program can lead to increased government efficiency and effectiveness in delivering suitable services to various sectors of customers through multiple delivery channels (AlMansoori, 2010). The national e-government program can be designed to achieve objectives including raising the public sector's productivity and efficiency; providing better and more easy-to-use services for individual and business customers; increasing return on investment (ROI); and providing the required information in a timely and highly accurate fashion (OECD, 2003 , Yesser, 2005 .
There are three levels of e-government portal complication which are information distributing and linking of existing web sites, single organization transactions, and transactions involving integration of multiple organizations (IBM, 2001) . From a portal management viewpoint, it is essential to offer stable and Single-Sign On (SSO) interface to ease and enlarge user access and control, for instance using authorized e-services, search capabilities, and instant messaging. In addition, having compatible systems for linking affective tool such as Government Service Bus (GSB) which should be available on e-government portal to register, dynamically identify and categorize users/organizations, and providing the organization the ability to access specific applications and information to meet the particular requirements of organization. Security is another key element of this dimension, through connecting to a secure network such as Government Secure Network (GSN) which should be available as well by e-government portal, the organizations will achieve protected transactions. The framework proposed in this study comprises three factors to help in assessing the organizational portal readiness that linked to the e-government national portal, from which: SSO, GSB, and GSN more details provided in the three below sections.
Single-Sign-on Portal (SSO)
A website portal is a multi-functional information systems which provides a single point of access to relevant services via the Web-enabled interface (Forman and Thompson, 2007) . The SSO portal enables login to multi-portals and applications (Microsoft, 2010) . Accounts created in one portal can be shared and used to login to other portals (Microsoft, 2010 ). Users will not need to remember multiple accounts to access different portals or applications (Microsoft, 2010) . Most governments in developed and developing countries have established web portals to offer electronic service delivery to their citizens (Chen, 2002 , Lee et al., 2005 .
Portals are single-point web browser interfaces applied to encourage the collection, exchange and diffusion of information (Lee, 2010) . Moreover, a national portal, along with other regional portals, establishes an interface between citizens, government departments, businesses, and employees. Organizations should develop SSO portals that require knowledge of specific organizations to result in efficient e-government projects, and to lead to effective integration of different governmental agencies (Sharifi and Zarei, 2004) .
Government Service Bus (GSB)
Government Service Bus (GSB) should be the middle platform of integration and services for government e-services and transactions, and should offer frequent services such as identity management, e-Payment and core data exchange through e-government national portal (Yesser, 2005) . The new generation of integration called Enterprise Service Bus (ESB) launches ready-made integration codes using open standard, messaging, and freely joined Service Oriented Architecture (SOA) rules (Chappell, 2004) . Organizations should apply the solution which required for as a quick win phase, enabling the provision of e-services from different governmental agencies to use a common infrastructure for integration, sharing of data and the use of centralized shared services through the GSB.
Government Secure Network (GSN)
The Government Secure Network (GSN) is important in providing a communications network specifically for electronic government transactions. Thus, it links government agencies to the e-Government Data Centre, which should be established at the highest technical specifications and security for use in hosting the gate of the national electronic services, and the host site for the e-government program (Yesser, 2005) . The GSN facilitates the e-government program to becoming a key connection point among government organizations in a security and a cost effective manner. Organization communications should be characterized by a high degree of efficiency and reliability to provide very high transfer speeds and should provide security in the transfer of data through the use of the latest techniques of data transfer protocols to be able to connect to other agencies through GSN.
ICT Architecture
ICT architecture refers to the fundamental technological architecture of an e-government portal (Maheshwari et al., 2009) . In ICT architecture, stability and scalability are critical for successfully implementing an e-government portal. A government organization's portal must be ready and capable to offer access to all government back-end services from delivery channels; to meet diverse back-office needs; to cater for varying levels of technology; to handle digital authorization; and to manage increased degrees of traffic (Accenture, 2004) .
However, implementing e-government projects is problematic for many authorities because these projects frequently fail to advance e-service value and quality (Accenture, 2005) . E-government portals allow governments to extend services to citizens, other government agencies, businesses and employees integrated as a single unit (Stauffacher, 2002) . Despite high possible advantages, few e-government organizational portals can be considered as successful (Norris and Moon, 2005) .
Technical architecture is an important technical indicator that refers to the technical structure and orientation. To implement e-enablement projects, several technical structure requirements are demanded; for software development, hardware structure and standards, services orientation and design. There are several factors to help in assessing the technical architecture readiness, from which: availability of portal, layered structure, and Service Oriented Architecture (SOA) as described in next sections (Oracle, 2010) .
Availability of Portal
Availability refers to the types, levels, and number of services provided through an government public sector portal (Maheshwari et al., 2009) . A portal can offer many services that are consistent with principles of customer centric portal design, for example services are triggered from portal using shared IT support services such as payment, security, DMS (Bretschneider et al., 2003) . A (UNDPEPA/ASPA, 2002) study suggests that five types of services can be provided through e-government portals including emerging, enhanced, interactive, transactional, and integrated services. Portal availability is an essential aspect for e-government services. The portal existence effects readiness perception.
Layered Structure
Layered structures are commonly used in architectural design. They permit classification into vertical hierarchy and reduction of package combination (Maciaszek, 2004) . Presentation Control Mediator Entity Foundation (PCMEF) aims to minimize dependency and object intercommunication (Maciaszek, 2004) . PCMEF acquires stimulation from previous design patterns such as Data Mapper, MVC, Observer, Chain of Responsibility and Mediator (Maciaszek, 2004) . PCMEF is a layered architectural framework which is comprised of four layers: presentation, control, domain and foundation (Maciaszek, 2004) . These layers reflect the portal design, which can be assess the readiness of the portal performance through the: operating systems, communication standards used, and infrastructure accessibility.
Service Oriented Architecture (SOA)
A Service Oriented Architecture (SOA) approach to e-governance supports IT with service delivery objectives and allows different government agencies to reprocess developed assets (Behara G. et al., 2009 , Oracle, 2010 . It is useful to offer flexible SOA solutions as this can be beneficial for governing, integrating, deploying, securing, and managing services, irrespective of the platforms on which they were created (Behara G. et al., 2009 , Oracle, 2010 .
SOA diminishes the dependency on back-end applications and reduces the requirement to write code every time there is a change in policy because it can deal with different platforms, and can establish new software that advances the direct collaboration of e-government users irrespective of the delivery model (Behara G. et al., 2009 , Oracle, 2010 . Furthermore, internal and various external interfaces between applications and/or databases follow principles of service orientation (Oracle, 2010) .
Business Process and Information Systems
Business process and information systems includes the collaborative meeting between the business management and ICT management to define, agree, and communicate the vision, goals, objectives, action, requirements, and governance in understanding the incorporated modification of the business through the ICT supported information systems (OECD, 2002) .
However, the current e-readiness tools are inadequate in effectively addressing the issue of information access (Stephen et al., 2006) . Therefore, the proposed framework focuses on four important factors of business process and information systems including Business Process Reengineering (BPR), knowledge management, change management, and ICT application in government organizations.
Business Process Re-engineering (BPR)
E-government services can play an important role in reforming government internal work processes to advance efficiency (Lee, 2010) . In particular, improving government work processes using ICT leads to increased accuracy by providing integrated reporting systems of central and local governments. Furthermore, it also results in advanced efficiency by sharing information both within and between agencies. (Lee, 2010) One of the important tools utilized in accomplishing business process innovation is Business Process Reengineering (BPR) (Lee, 2010) . BPR includes redesigning the work flow within or between departments for enhancing process effectiveness and efficiency ( (Sharifi and Zarei, 2004) .
In addition, BPR in e-governance includes significant analysis and thorough re-engineering of workflows and processes in the organization (Behara G. et al., 2009) . BPR can help in achieving a high level of process performance and service delivery for government employees and citizens (Behara G. et al., 2009 ). Moreover, a BPR project reduces barriers around the decision making process (Sharifi and Zarei, 2004) .
Knowledge Management
The majority of e-government organisations implement knowledge management (KM) based predominantly on physical ICT infrastructure. Such behaviour may lead to inadequate short-term advantages as successful knowledge management depends on cultural changes and promoting an environment in which people are agreeable to share their experiences with others (Starkey. K. et al., 2004) . KM is focused on improving knowledge, capabilities and skills; and achieving a change of attitude (Rampersad, 2002) . Training improves the effectiveness of KM efforts as it communicates values and inspires appropriate work culture in the organisation (Rampersad, 2002) .
Change Management
Change management has enjoyed a dramatic increase in interest directed toward organizational development related research: the net results being streams of research focusing on the learning organization, knowledge economics, and management, complexity theory and the 'virtual' organization (Balogun and Hailey, 2004) . Demand for change management literature remains high as managers endeavour for that 'perfect' change as many continue to consider reported failure rates, as high as 70 per cent, rather excessive (Balogun and Hailey, 2004) .
ICT Application in Government Organizations
ICT applications refer to logical systems that manage the data objects in the data architecture and that support the business functions in the business architecture (Macasio, 2009a) . ICT application offers a design for each application system to be implemented and deployed (Macasio, 2009a) . This provides integration between application systems and the core business processes of the organization (Macasio, 2009a) . ICT applications can be used to improve user's trust, knowledge sharing and information processing for interacting within and between organizations (Moodley, 2003) . ICT applications integrate front-end e-government layer applications, for example online transaction interfaces in the government portal with back-end actions for instance, presented databases and data warehouses (Ebrahim and Irani, 2005 ). E-government component has two categories: front-office and back-office (Lee, 2010) . The front-office category involves online service delivery to citizens, businesses and employees, via the Internet or other multiple access channels (Lee, 2010) . The back-office category contains internal government management and information sharing both within and between government agencies. Government-to-Citizens (G2C) and Government-to-Business (G2B) services are classified as front-office, and Government-to-Government (G2G) and Government-to-Employees (G2E) as back-office (Lee, 2010 ).
This article summarizes previous studies view of effective e-government delivery, this requires the following ICT applications as shows in Table 1 .
In addition, after reviewing literature, ICT applications in government organizations can be classified into three categories:  Common Applications used by all government organizations such as HR systems, financial systems, and ECM.  Applications that are used by many government organizations such as recruitment applications.  Applications that are used by one government organization such as a core business application.
ICT Infrastructure
The dimension of ICT infrastructure has been a key issue for many researchers. Several studies identify the organization's ICT infrastructure and focuses technology components (Bakry, 2004 , Center for International Development -Harvard University and IBM, 2007). However, the ICT infrastructure concept is more complicated. In addition, ICT design relies on the service oriented architecture model implemented with web-services.
Having a successful e-government strategy that requires that government organizations establish a suitable IT infrastructure to support information systems and applications (IBM, 2001 ). Many developing countries suffer from implementing ICT projects, and are not able to install the suitable ICT infrastructure for e-government deployment. The digital divide between richer countries and developing ones is large with high-income economies (World Bank, 2006) .
Based on previous studies, ICT infrastructure includes a group of shared, physical ICT resources that offer a foundation to facilitate existing and future business applications. These resources include: (1) hardware and software (e.g., operating systems); (2) connectivity; (3) security; and (4) operations.
3.6.1 Hardware and Software E-government ICT infrastructure possibly will include some technologies with a network infrastructure at its origin; containing web servers, application servers, storage devices, PCs, printers, scanners, routers, switches, firewalls, hardware and operating systems, and data and application development tools (IBM, 2011 , Macasio, 2009a . The storage, acquisition, and data exchange must be provided through these technologies in order to allow date access internally or externally to the organization. Moreover, these technologies particularly servers work through professional network technology and internet connectivity that advance communication and information transmission within and between organizations online (Ebrahim and Irani, 2005 ).
Connectivity
Connectivity offers necessary technologies, such as Local Area Network (LAN) and Wide Area Network (WAN). LANs "allow integration with current hardware resources such as PCs, laptops, and mobile phones straightforward and without complications which supporting the organization existing IT provision" (Ibrahim and Irani 2005 pp 599). Also, LANs support the provision of user-friendly and innovative online services involving the transmission of data of various formats such as text, graphics, audio and video ( (Ebrahim and Irani, 2005) . WAN is a communications network that makes use of existing technology to connect local computer networks into a larger working network that may cover both national and international locations (IBM, 2011 , Macasio, 2009a . This is in contrast to LAN which provides communication within a restricted geographic area.
The aim of these technologies is to support and integrate the operations of business processes and information systems dimension across organizations by providing the necessary standards and protocols all the way through ICT network and communication infrastructure solutions such as the intranet, extranet, Internet, and VOIP.
Security
This dimension must integrate a high level of security solutions and technologies such as Public Key Infrastructure (PKI), firewall, biometrics, digital signature and certificate, and sophisticated encryption technique, which secure e-government interoperation, government electronic transactions, and delivery systems to guarantee protection and prevent fraud and other vulnerabilities at all levels of the government ICT infrastructure (Ebrahim and Irani, 2005) .
One of the most important aspects of the security plan is its set of security objectives (Pfleeger and Pfleeger, 2003) . There are five objectives of computer network security including (1) a security policy: an explicit and well-defined security policy imposed by the system is essential; (2) identification: the objects have to be individually identified: identification is essential so that objects access can be examined; (3) accountability: all tasks that influence the security system must maintain complete and secure records, for instance, actions include identifying new users to the system, assigning or updating the security level of elements, and denying access attempts; (4) assurance: the computing system must contain techniques that enforce security, and it must be able to assess these effectiveness of the techniques and (5) continuous protection: the techniques that implement security must be protected against unauthorized access or change (Pfleeger and Pfleeger, 2003) .
Operations
The operations set of processes provides the day-to-day work needed to monitor and maintain a continuous ICT infrastructure and operating systems (Patrizio et al., 2004) . They explain a number of the jobs associated with the processes are job scheduling, data management (including backup and recovery management), enterprise command centre, physical database administration and proactive hardware maintenance. Furthermore, the increased demand in recent years for continuous operation of applications and database in the presence of disasters (Garcia-Molina and Polyzois, 2002) . Disaster Recovery (DR) solution is fundamental to ensure continuous operation through a remote backup of applications, database and communication, even in the incidence of widespread failures (Garcia-Molina and Polyzois, 2002) .
Human Resources
The area of human resources focuses on the roles and responsibilities required to achieve the goals of the organization (Macasio, 2009b) . Human resources are one of the most important factors in the success of e-government (Azab et al., 2009 , Bakry, 2004 . In addition, a number of constructs need to be considered such as user satisfaction, impact on employees, skills (adaptation to change, use of technology, integration, customer service) and HR training and development (Azab et al., 2009 ).
Technical support can play a significant role for supporting three issues (Patrizio et al., 2004) . First, it assists with design and planning by given that technical assessments, both in the form of Proof of Concept (POC) and pilot tests of new technologies. Second, it helps the RFI (Request for Information) and RFP (Request for Price) processes. Technical Support takes actions as a relationship with dealers on technical issues. Third, it is responsible for creating and maintaining the technical library and the technical knowledge base for the organization.
Human resources factors which contributes towards an organisation's e-government goals include training and support system which maintains the currency of personnel skills sets in keeping with e-government developments; IT assistance; such as help desks; suitably qualified IT staff within the public organisations; IT governance; and technical e-government experience.
Discussion
The main aim of this paper is to provide an integrated framework for assessing organizational ICT readiness of e-government that represents the association of relative components in a developing country public. In deciding whether a government organization is ICT ready or not, e-government organizational strategy considerations are important to validate costs and to ensure the level to which visions and goals are accomplished; and to recognize possible challenges such as technological, and online policy. Ensuring compatibility with an e-government program, providing an action plan, and monitoring these goals via steering a committee are significant.
User access readiness includes the channels that government users can access the various government services. Government users can be citizens, other government departments, businesses, employees, and other community members. Measuring organization capability is fundamental to integrating digital data from different government organisations into a web-portal of government services through a one-stop e-government portal. Government web-portal should be assessed, because it is emerging as a key priority for public sector organizations, as they develop their e-government initiative and create electronic interaction between users. Assessing information systems are essential to re-engineer business processes, improve applications and systems, and provide adequate e-government services. ICT infrastructure readiness should be measured aligned with identified goals. Finally, the organization's technical capabilities should be checked to make a decision whether the existing ICT human resources are sufficient to accomplish the aims foreseen or not.
Conclusion
This article proposed an integrated framework for assessing ICT readiness of e-government organizations in developing countries. Unlike the previous e-government literature that focuses predominantly on technical issues and employs generic ICT readiness tools, this study contributes an organizational perspective for assessing ICT readiness that incorporates pertinent factors to an e-government context. The proposed e-government framework comprises seven dimensions of ICT readiness assessment for government organizations including e-government strategy, user access, e-government program, ICT architecture, business process and information systems, ICT infrastructure, and human resources.
This study offers useful implications to e-government decision makers, ICT mangers, ICT specialists and suppliers in the public sector by providing insights geared towards improving business decision-making, and expanding competitive advantage from effective e-government services. It equips key stakeholders with a framework that could be applied in performing regular assessment of e-government ICT readiness to identify limitations and provide suitable solutions. Agencies assigned responsibility for assessing ICT readiness may refer to this framework as a useful resource during the e-government project. The proposed framework for assessing e-government ICT readiness will decrease difficulty associated with ineffective e-government strategies in the public sector through understanding the important e-government dimensions highlighted in the proposed framework.
Overall, this study empowers ICT government organizations with a comprehensive resource pertaining to e-government organizational ICT readiness and provides a comprehensive assessment methodology to guide agencies self assessments.
While this framework is useful, more research is necessary. The conceptual framework offered in this study paves the way for future quantitative empirical research to test the framework. Nevertheless, this study is an important conceptual step in identifying relevant factors from an organizational perspective for assessing ICT readiness in an e-government context. Systems have emerged to overcome some of the limitations of ERP, through facilitating integration through the use of technologies that allow corporate IS subsystems to communicate with one another.
In the context of using enterprise technologies to integrate ERP with other organizational business systems (because ERP systems is a difficult, costly, and risky).
(Themistocleous and Irani, 2002) (Sharif et al., 2005) Web services Standards-based and suited to build common infrastructure to reduce the barriers of business integrations, hence, enable e-government systems to collaborate with each other regardless of underlying infrastructure. (Samtani and Sadhwani, 2002, Huang et al., 2002) Electronic Data Interchange (EDI)
Designed to exchange documents between organizations. (Meena, 2009 , Chesher et al., 2003 Customer Relationship Management (CRM)
An integrated approach to managing relationships by focusing on customer retention and relationship development.
CRM has evolved from advances in information technology and organizational change in customer-centric processes.
(Injazz J. Chen and Karen Popovich, 2003) (Pan et al., 2006) 
Geographic Information Systems (GIS)
A digital tool to help in the storing, analysis, mapping, and illustration of large amounts of diverse electronic data. (Rifai H. S. et al., 2005) Enterprise Content Management (ECM)
The technologies, tools, and methods used to capture, manage, store, preserve, and deliver content across an enterprise. This is a broad definition that covers a wide range of technological categories such as Electronic Document Management (EDM), Business Process Management (BPM) and business process. A necessity for any course in database systems or file organization. DBMS offers "a hands-on approach" to relational database systems, with a highlighting on practical topics such as indexing methods, SQL, and database design. (Ramakrishnan and J., 1999, Seres, 2010) Data Warehousing A collection of data from multiple sources, integrated into a data store and widened by outline information such as aggregate views. 
