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Chapter 1 General Provisions
(Purpose)
Article 1 Whereas organized crime severely damages the peace and health
of society, and increasingly it is extremely difficult to clarify the truth in
criminal investigations without intercepting the telephone communications
or other telecommunications of criminals in serious crimes committed by
conspiracy, such as organized murder and unlawful trade of drugs or
firearms, the purpose of this law is to set forth the requirements, procedures,
and other matters that are relevant to the invasive action of intercepting
telecommunications, as provided in the Code of Criminal Procedure (Law
No. 131, 1948), and are essential for dealing appropriately with such crimes,
in such a way as to help ascertain the truth in a criminal investigation
without unjustly violating the right to secrecy of communication.
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COMMUNICATIONS INTERCEPTION LA W
(Definitions)
Article 2 As used in this law, a "communication" means a telephone
communication or other telecommunication, whose path of transmission is
completely or partly by wire (except wires that form part of electrical
equipment for sending and receiving radio or other electromagnetic waves
other than by wire), or which has switching stations in the path of
transmission.
2 As used in this law, "interception" means receiving a communication
that is being made between other people, without the consent of either party
to the communication in order to obtain knowledge of its contents.
3 As used in this law, "provider of communication service" means those
who use telecommunication equipment and act as intermediaries for other
people's communications or who otherwise operate a business of providing
telecommunication equipment for others, and those who have installed, for
their own business, telecommunication equipment capable of handling
communications among unspecified or a large number of people.
Chapter 2
Requirements and Procedures for Intercepting Communications
(Interception Warrants)
Article 3 In cases falling under any of the following clauses, where there
is sufficient suspicion that a communication involving conspiracy, direction,
or any other exchange for the commission, preparation, or cover-up (such as
destruction of evidence) of crimes specified in the following clauses
(including the series of crimes specified in clauses 2 and 3), or of other
matters relating to the commission of such a crime (hereinafter "crime-
related communication") is about to take place, and where it is extremely
difficult to identify the criminal, the circumstances surrounding the crime, or
the details of the crime in any other way, a public prosecutor or a superior
judicial police officer may, by an interception warrant issued by a judge,
intercept a crime-related communication made using a communication
means that can be distinguished by a telephone number or other number or
code identifying its source or destination (hereinafter "telephone number,
etc."), where a suspect is using a communication means that is subject to a
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contract between the suspect and a provider of communication service
(unless there is no suspicion that the communication means is being used for
crime-related communication), or where there is sufficient suspicion that a
communication means is being used for a crime-related communication as
follows:
(1) there is sufficient reason to suspect that a crime listed in the
Appendix was committed and there is sufficient suspicion that several
people conspired to commit such a crime;
(2) there is sufficient reason to suspect that a crime listed in the
Appendix was committed and that the following crime will ensue, and
there is sufficient suspicion that several people are conspiring to commit
a crime as follows:
(a) a crime listed in the Appendix, identical to or of the same kind
as, and committed in the same manner as the crime already
committed; or
(b) a crime listed in the Appendix that forms part of a plan of a
series of crimes including the crime already committed; or
(3) a crime that is punishable by death, life imprisonment, or
imprisonment for two years or more was committed as an inherent part of
and as a necessary preparation for a crime listed in the Appendix, and
where there is sufficient reason to suspect that that a crime listed in the
Appendix will ensue, and there is sufficient suspicion that several people
are conspiring to commit such crimes.
2 Regardless of the preceding paragraph, the requirement that there be
sufficient suspicion of conspiracy by several people is not necessary for
crimes listed in the Appendix that involve selling, buying, lending,
borrowing, or delivery.
3 No interception under the two preceding paragraphs shall be allowed in
dwellings or guarded residences, buildings, or ships, except where such
interception is conducted in a place under the control of a provider of
communication service. However, this paragraph is not applicable where a
homeowner, a guard, or a representative of such person gives consent.
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(Procedure for Applying for a Warrant)
Article 4 A public prosecutor (limited to those designated by the Public
Prosecutor General; the same applies in the next paragraph and in article 7)
or a superior judicial police officer (limited to police officers of Police
Superintendent rank or higher designated by the National Public Safety
Commission or the Prefectural Public Safety Commission, drug enforcement
officers designated by the Minister of Health, Welfare and Labor, and Japan
Coast Guard officers designated by the Commandant of the Japan Coast
Guard; the same applies in the next paragraph and in article 7) must apply to
a district court judge for an interception warrant.
2 Where there was previously an application or issue of an interception
warrant for the same communication means based on suspicious facts which
are entirely or partially the same as the facts regarding the current
application, a public prosecutor or a superior judicial police officer must
notify the judge of such prior application or issue when applying for a
warrant under the preceding paragraph.
(Issue of Interception Warrant)
Article 5 The judge who received the application under paragraph 1 of
the preceding article shall issue an interception warrant, fixing a period of
less than ten days as the period of time during which such interception is
authorized, if the judge determines that the application under the said
paragraph is reasonable.
2 When issuing an interception warrant, the judge may impose appropriate
conditions regarding surveillance (surveillance means intercepting a
communication or monitoring a communication means so that immediate
interception is possible).
(Items to be Specified in the Interception Warrant)
Article 6 An interception warrant shall bear the name of the suspect, a
summary of suspicious facts, the name and code section of the crime, the
communication to be intercepted, the communication means for which
interception is to be implemented, the method and the place of surveillance,
the period of time during which interception is authorized, conditions
regarding interception, expiration date of warrant, a statement that
interception may not occur after the expiration date and that the warrant
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must be returned, as well as the date the warrant is issued, and other matters
prescribed by the Rules of the Supreme Court. In addition, the judge must
sign the warrant and affix the seal. When the name of the suspect is not
known, a statement to such effect is sufficient.
(Extension of the Period of Time during which Interception is Authorized)
Article 7 A district court judge may extend by up to ten days the period
during which interception is authorized, upon application by a public
prosecutor or superior judicial police officer, if the judge determines that the
extension is necessary. However, the total period in which interception is
authorized shall not exceed thirty days.
2 The extension under the preceding paragraph shall occur by inscribing
the extension period and the reasons for the extension on the warrant,
followed by affixing the signature and seal of the judge to the warrant.
(Issue of Interception Warrant Regarding the Same Facts)
Article 8 Where there is an application for an interception warrant and the
facts on the application include the same facts from which an interception
warrant was issued previously, the judge may issue an interception warrant
only when the judge determines that there are special circumstances that
make additional interceptions from the same communication means
necessary.
(Presentation of Interception Warrant)
Article 9 An interception warrant must be presented to a person who
controls that part of the communication means where interception is to occur
(for a company, or any other corporation or association, its officer) or to a
representative of such person. However, presentation of a summary of the
suspected facts is not necessary.
2 The preceding paragraph also applies when there is an extension of
the interception period.
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(Necessary Actions)
Article 10 When intercepting a communication, the public prosecutor or
superior judicial police officer is authorized to connect the interception
devices with telecommunication equipment or take any other actions
necessary to complete the interception.
2 A public prosecutor or superior judicial police officer may have a public
prosecutor's assistant officer or a judicial police officer carry out the
necessary action specified in the preceding paragraph.
(Duty of Provider of communication service to Cooperate)
Article 11 A public prosecutor or superior judicial police officer may
request the cooperation of the provider of communication service for
connection of the interception devices or any other matter necessary for
implementing interception. In such a case, the provider of communication
service shall not refuse the request without a justifiable reason.
(Attesting Witness)
Article 12 When an interception is conducted, the person who controls the
part of the communication means where the interception is to occur or a
representative of such person shall be made to witness the interception.
When such a person is not available, an officer of the local authority shall be
made to witness the interception.
2 An attesting witness may give his or her opinion to a public
prosecutor or superior judicial police officer regarding the interception.
(Intercepting to Judge the Applicability)
Article 13 Where it is not clear whether a communication made while
implementing the interception falls within the communication for which the
interception is authorized by interception warrant (hereinafter
"communication to be intercepted"), a public prosecutor or superior judicial
police officer may examine such communication to the minimum extent
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necessary to determine whether it falls within the communication to be
intercepted.
2 In the case of a communication in a foreign language or a
communication using code or any other means that makes it impossible to
instantly retrieve its contents, where it is impossible to determine whether
the communication falls within the communication to be intercepted because
of the difficulty of knowing its contents at the time of interception, the entire
communication may be intercepted. In such a case, a prompt determination
shall be made about whether the communication falls within the
communication to be intercepted.
(Intercepting Communications Concerning Commission of Other Crimes)
Article 14 If, while conducting a surveillance, a communication is
observed which clearly refers to the past, present, or future commission of a
crime, other than those specified in the interception warrant, and the other
crime is listed in the Appendix, or is punishable by death or by
imprisonment for one year or more, a public prosecutor or superior judicial
police officer may intercept such communication.
(Prohibition of Interception of Communications Regarding Certain
Professionals)
Article 15 A communication with a doctor, dentist, certified midwife,
nurse, attorney at law (including attorney at foreign law), patent attorney,
notary, or a religious minister (except those specified as suspects in the
interception warrant) shall not be intercepted where it is relevant to work
performed by the professional at the request of another person.
(Tracing of Other Party's Telephone Number etc.)
Article 16 A public prosecutor or superior judicial police officer may, at
the place of interception, trace the telephone number, etc. of the other party
to the communication made during interception where the communication
falls within the communication to be intercepted, or is a communication that
can be intercepted under article 14, or where the telephone number etc. is
deemed helpful in determining whether such communication falls within the
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communication to be intercepted under article 13. In such a case, no
additional warranty is necessary.
2 A public prosecutor or superior judicial police officer may request a
provider of communication service for any cooperation necessary to
accomplish the trace under the preceding paragraph. In such a case, the
provider of communication service shall not refuse the request without a
justifiable reason.
3 Where a trace under paragraph 1 is necessary at a place other than the
place of interception, a public prosecutor or superior judicial police officer
may, upon informing the provider of communication service that the trace is
based on paragraph 1, request that the trace take place. In such a case, the
second sentence of the preceding paragraph applies.
(Disposition at the Time to Interrupt or End the Implementation of
Interception)
Article 17 Where a communication is actually taking place when it is time
to interrupt or end the interception according to the interception warrant,
interception may continue until the end of the use of the communication
means (hereinafter "call").
(End of Implementation of Interception)
Article 18 Where there is no longer a reason or necessity for interception,
the implementation of interception shall end even if it is still within the time
period authorized by the interception warrant.
Chapter 3
Record of Communications Interception
(Record of Communications Intercepted)
Article 19 All the communications intercepted shall be recorded onto a
recording medium by tape-recording or other means appropriate to the
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nature of the communication. In such a case, the communication may be
simultaneously recorded in the same way onto another recording medium for
the purposes of the procedure described in article 22, paragraph 2.
2 When interrupting or ending a surveillance, recording shall terminate.
(Seal of Recording Medium)
Article 20 When a surveillance is interrupted or ended, the attesting
witness shall be promptly asked to seal the recording medium onto which a
recording was made under the first sentence of paragraph 1 of the preceding
article. The same applies in cases where the recording medium was replaced
during the surveillance or in any other case where the recording onto the
recording medium ended.
2 Except where a recording medium recorded under the second sentence
of paragraph 1 of the preceding article exists, a copy of the recording
medium of the preceding paragraph may be made before requesting an
attesting witness to seal the medium, for the purposes of use under article 22,
paragraph 2.
3 The sealed recording medium shall be submitted, without delay, to a
judge sitting in the same jurisdiction as the judge who issued the interception
warrant.
(Documentation Describing the Circumstances of Surveillance)
Article 21 After ending a surveillance, a public prosecutor or superior
judicial police officer shall, without delay, submit a document that describes
the following matters to a judge under paragraph 3 of the preceding article;
the same applies when requesting an extension of the interception period
under article 7:
(1) the date and time of the beginning, interruption, and end of the
surveillance;
(2) the name and occupation of the attesting witness;
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(3) the opinion of the attesting witness under article 12, paragraph 2;
(4) the date and time of the beginning and end of all calls made during
the surveillance;
(5) regarding the intercepted communication, the document forming the
basis for the interception, the date and time of the beginning and end
of the communication, as well as the names of the parties to the
communication and any other information that helps identify them;
(6) regarding a communication under article 14, the name and code
section of the crime to which the communication relates and the
reason why the communication was believed to fall under article 14;
(7) if the recording medium was replaced during the surveillance, the
date and time it was replaced;
(8) the date and time when the recording medium was sealed under
paragraph I of the preceding article and the name of the attesting
witness who placed the seal; and
(9) any other matter prescribed by the Rules of the Supreme Court
regarding the circumstances of the surveillance.
2 Under clause 6 of the preceding paragraph, the judge receiving the
document shall determine whether the communication falls under article 14,
and shall revoke interception if the judge determines that it does not fall
under article 14. In such a case, the provisions of article 26, paragraphs 3, 5,
and 6 shall apply.
(Creation of an Interception Record)
Article 22 Whenever a surveillance is interrupted or ends, a public
prosecutor or superior judicial police officer shall promptly create one copy
of the intercepted communication (hereinafter "interception record"). The
same applies where the recording medium was replaced during a
surveillance or where the recording ended in any other way.
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2 An interception record shall be created from the recording medium
specified in the second sentence of article 19, paragraph 1, or from a copy
created under article 20, paragraph 2, deleting all of the intercepted
communications other than the following:
(1) a communication that falls within the communication to be
intercepted;
(2) a communication intercepted under article 13, paragraph 2 that
needs to be translated or decoded to retrieve its contents;
(3) a communication intercepted under article 14 or a communication
intercepted under article 13, paragraph 2 that was later determined
to fall under article 14; and
(4) a communication made during the same call as the communication
listed in the three preceding clauses.
3 Regarding a record of a communication under clause 2 of the
preceding paragraph, where it later becomes apparent that the
communication does not fall within the communication to be intercepted or
within that specified in article 14, the record of such a communication and
the record of the communication under clause 4 of the preceding paragraph
shall be deleted from the interception record. However, this shall not apply
to communications made in the same call as the mistakenly intercepted
communication described in clauses 1, 2, and 3 of the preceding paragraph.
4 Where a public prosecutor or superior judicial police officer made an
interception record and there is a recording medium or a reproduction
thereof (a copy or any other thing or document that recorded, verbatim, all
or a part of the contents of the record) that recorded the intercepted
communication, other than the recording medium submitted to a judge under
article 20, paragraph 3 (hereinafter referred to as "original interception
record"), such records shall be entirely deleted. This shall also apply where
a record has been deleted from the interception record under the preceding
paragraph and a reproduction of the record still exists.
5 A public prosecutor or superior judicial police officer shall neither
inform other people of nor make use of the contents of the intercepted
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communication other than that recorded in the interception record. This
shall be applicable even after he or she leaves such position.
(Notification of Parties to the Communication)
Article 23 A public prosecutor or superior judicial police officer shall notify
in writing the parties to the communication recorded in the interception
record of the fact that an interception record has been created and of the
following matters:
(1) the date and time of the beginning and end of the communication
and the name of the other party to the communication (only where
the name is known);
(2) the date of issue of the interception warrant;
(3) the dates of the beginning and end of surveillance;
(4) the communication means by surveillance took place;
(5) the name and code section of the crime specified in the
interception warrant; and
(6) regarding a communication specified in article 14, the statement
that the communication falls within article 14, the name and code
section of the crime to which the communication relates.
2 The notice under the preceding paragraph shall be issued within thirty
days after the end of surveillance, except where the parties to the
communication cannot be identified or where the parties' whereabouts are
unknown. However, a district court judge may, at the request of a public
prosecutor or superior judicial police officer, extend the period for issuing a
notice under this paragraph, granting an extension of less than sixty days,
where the judge determines that issuing notice within thirty days may
obstruct the investigation.
3 Where the parties to the communication are identified or their
whereabouts became known after the expiration of the period specified in
the main provision of the preceding paragraph, a public prosecutor or
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superior judicial police officer shall promptly send the notice under
paragraph 1 to the partiers to the communication. In such a case, the
exception clause of the preceding paragraph shall apply.
(Listening to and Examining Interception Records)
Article 24 The parties to the communication who received a notice under
paragraph I of the preceding article may listen to, examine, or make a copy
of the portion of the interception record related to the communication at
issue.
(Listening to and Examining Original Interception Records)
Article 25 Where, under the preceding article, parties that were recorded
had listened to, examined, or made a copy of the relevant portion of the
record, the judge in possession of the original interception record
(hereinafter "judge with the original record") shall, by demand of the parties
to the communication, permit the parties to listen to, examine, or make a
copy of the relevant portion of the original interception record, if it is
deemed necessary in order to confirm the accuracy of the interception record
or for any other justifiable reason.
2 A judge with the original record shall, by request of the parties to a
communication, other than those recorded in the interception record, permit
those parties to listen to, examine, or make a copy of the relevant portion of
the original interception record, if it is deemed necessary for confirming the
contents of the communication intercepted or for any other justifiable
reason.
3 Regarding the event for which interception was implemented, a judge
with the original record may, at the request of a public prosecutor or superior
judicial police officer, permit the public prosecutor or superior judicial
police officer to listen to, examine, or make a copy of that portion of the
original interception record, if the judge deems it necessary for proving the
existence of a criminal fact, or for confirming the accuracy of the
interception record, or for any other justifiable reason. However, the
copying is limited to those portions of the record related to the following
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categories of communication (except for a communication recorded in the
interception record):
(1) a communication that falls within the communication to be
intercepted;
(2) a communication that is necessary evidence to prove the
existence of a criminal fact (except for a communication listed
under the preceding clause); and
(3) communication made in the same call as the communication
listed in the two preceding clauses.
4 Where there is a judicial order for deletion of records under paragraph
3 of the following article (including its application in article 21, paragraph
2), a request for permission to make a copy under the preceding paragraph
may, regardless of that paragraph, be made only of the portion of the original
interception record containing the communication at issue and any other
communication intercepted during the same call, where it has recently
become apparent that the communication to be deleted by the judicial order
properly falls under clause 1 or 2 of the preceding paragraph and that there is
no other appropriate method of proof. However, such a request cannot be
made if the judicial order for deletion of records was based on article 26,
paragraph 3, clause 2.
5 Where a public prosecutor has requested to examine the interception
record or its copy, the judge with the original record may, at the request of
the defendant or defense attorney, permit them to listen to, examine or make
a copy of the relevant portion of the original interception record, if it is
deemed necessary for confirming the accuracy of the defendant's defense or
of the interception record, or for any other justifiable reason. However,
making a copy of the portion of the communication to which the defendant
is not a party shall be limited to cases where one of the parties to the
communication consents.
6 A copy made by a public prosecutor or superior judicial police officer
under paragraph 3 shall be regarded as an interception record. In such a
case, when applying article 23, "the following matters, as well as the fact
that there is permission to make a copy under article 25, paragraph 3, and the
date of the permission" shall replace "the following matters" in article 23,
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paragraph 1, and "after making a copy" shall replace "after the end of
surveillance" in article 23, paragraph2.
7 No permission shall be granted to listen to, examine or make a copy of
an original interception record other than in the cases prescribed under
paragraphs 1 to 5. However, this shall not be the case where, under the
Code of Criminal Procedure, a court or a judge investigates the portion of
the original interception record deemed necessary for examining or judging
a case for which a public prosecutor had applied for investigation of the
interception record or its copy, or a criminal case concerning interception.
(Stating Objections)
Article 26 Those who object to a judge's decision regarding a
communication interception may petition a court in the same jurisdiction as
the judge to vacate or modify the decision.
2 Those who object to a public prosecutor, a public prosecutor's
assistant officer, or a judicial police officer's method of communication
interception may petition the district court that has jurisdiction over the
public prosecutor, the public prosecutor's assistant officer, or the judicial
police officer, to vacate or modify their method of communication
interception (this includes terminating the surveillance).
3 A court, in vacating the method of communication interception under
the preceding paragraph, shall, if any of the following clauses are deemed to
apply, order a public prosecutor or superior judicial police officer to delete
from the interception record (except the record regarded as the interception
record under paragraph 6 of the preceding article) or its copy, the record of
the communication at issue and any other communication made in the same
call. However, this shall not apply if a court determines that the case falls
within clause 3, but that it is not reasonable to order the deletion of the
record:
(1) the communication intercepted does not fall within any of the
communications listed under article 22, paragraph 2;
(2) the interception involves a serious breach of procedure designed to
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protect the interests of the parties to the communication; or
(3) the interception involves a breach of procedure other than those
specified in the two preceding clauses.
4 If permission to make a copy under article 25, paragraph 3 is vacated,
a public prosecutor or superior judicial police officer shall delete the portion
related to the vacated permission from the record regarded as the
interception record under article 25, paragraph 6 (including reproductions
thereof).
5 If the interception record or a reproduction thereof has already been
examined as evidence in the defendant's case, neither a decision that orders
the deletion of the record under paragraph 3 nor a decision that vacates the
permission to make a copy under the preceding paragraph shall prevent its
use as evidence in the defendant's case, as long as there is no decision to
exclude it from evidence.
6 Where there was a decision under the preceding paragraph and the
interception record has already been examined as evidence in the
defendant's case, article 22, paragraph 5 applies as if there were a decision
regarding the interception record under paragraph 3 or a deletion under
paragraph 4, except for use in, or in informing other people of its contents
when necessary for the defendant's case.
7 The procedure prescribed in article 429, paragraph 1 and article 430,
paragraph 1 of the Code of Criminal Procedure shall be used as the
procedure for stating objections under paragraphs 1 and 2, in addition to
what is provided for in this law.
(Period of Safekeeping of Original Interception Record)
Article 27 An original interception record shall be kept for five years after
the submission under article 20, paragraph 3, or for six months after the end
of the defendant's case where the interception record or reproduction thereof
was examined as evidence, or the end of the criminal case regarding
interception; whichever date is the latest.
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2 A judge with the original record may, where necessary, extend the
period of safekeeping under the preceding paragraph.
Chapter 4
Respect for the Secrecy of Communication
(Respect for the Secrecy of Communication by the Parties Involved)
Article 28 A public prosecutor, public prosecutor's assistant officer,
judicial police officer, defense attorney, and any other person who was
involved in intercepting the communication or who, because of official
capacity, obtained knowledge of the circumstances or the contents of the
intercepted communication shall exercise care not to unjustly violate the
secrecy rights of those involved in the communication and not to obstruct
the investigation.
(Report to the Diet)
Article 29 Each year, the Government shall report to the Diet and make
public the number of applications and issues of interception warrants, the
crimes for which such application and issue were made, the kinds of
communication means used to implement the interceptions, the periods of
interception, the number of calls made during surveillance, the number of
calls in which communication listed under article 22, paragraph 2, clause 1
or 3 took place, and the number of arrests made in cases where interception
was used. However, where there is a risk that disclosure of the offense may
interfere with the investigation, these measures shall be taken after the risk
disappears.
(Punishment for Conduct that Violates the Secrecy of a Communication)
Article 30 A public officer that is authorized to conduct searches or
investigations, who commits a crime under article 104, paragraph I of the
Telecommunication Business Law (Law No. 86, 1984) or under article 14,
paragraph 1 of Wire Telecommunication Law (Law No. 96, 1953) while
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conducting a search or investigation, shall be imprisoned for three years or
less or fine of 1,000,000 yen or less.
2 An attempted crime under the preceding paragraph shall be punished.
3 A person who makes an accusation or report regarding crimes under the
two preceding paragraphs may request further action under article 262,
paragraph 1 of the Code of Criminal Procedure if the person is not satisfied
with the public prosecutor's decision not to prosecute.
Chapter 5
Supplementary Provisions
(Relationship with the Code of Criminal Procedure)
Article 31 The Code of Criminal Procedure shall be applicable to the
procedure of intercepting communication where this law does not provide a
special rule.
(Rules of the Supreme Court)
Article 32 In addition to this law, the Rules of the Supreme Court shall
provide for necessary matters in the following areas: issuing interception
warrants, extension of the period during which interception is authorized,
sealing and submission of the recording medium, storage and handling of
original interception records, submission of documents describing
circumstances of a surveillance, determination of whether the
communication falls under article 14, extension of the deadlines for sending
notice to parties to the communication, listening to, examining or making
copies of interception records in the custody of a court, and the procedure
for stating objections.
Appendix (Regarding Article 3 and Article 14)
1 India Hemp Control Law (Law No. 124, 1948): crimes under article
24 (cultivation and importation) and article 24-2 (possession and transfer).
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2 Stimulants Control Law (Law No. 252, 1951): crimes under article 41
(importation) and article 41-2 (possession and transfer); crimes under article
41-3, paragraph 1 clause 3 (importation of ingredients of stimulants), and
clause 4 (manufacture of ingredients of stimulants); crimes under paragraph
2 of the same article related to these crimes (importation of ingredients of
stimulants for profit), and attempts thereto. Crimes under article 41-4,
paragraph 1 clause 3 (possession of ingredients of stimulants), and clause 4
(transfer of ingredients of stimulants); crimes under paragraph 2 of the same
article related to these crimes (possession and transfer of ingredients of
stimulants for profit) and attempts thereto.
3 Passport Control and Refugee Recognition Law (Executive Order No.
319, 1951): crimes under article 74 (smuggling collective blockade runners
across borders), article 74-2 (transportation of collective blockade runners),
and article 74-4 (reception of collective blockade runners).
4 Narcotics and Psychomimetic Drug Control Law (Law No. 14, 1953):
crimes under article 64 (importation of diacetylmorphine), article 64-2
(transfer and possession of diacetylmorphine), article 65 (importation of
narcotics other than diacetylmorphine), article 66 (transfer and possession of
narcotics other than diacetylmorphine), article 66-3 (importation of
psychomimetic drugs), and article 66-4 (transfer of psychomimetic drugs).
5 Arms Fabrication Law (Law No. 145, 1953): crimes under article 31
(manufacture of guns without permission) and article 31-2, clause 1
(manufacture of arms other than guns without permission).
6 Opium Law (Law No. 71, 1954): crimes under article 51 (cultivation of
poppy and importation of opium) and article 52 (transfer and possession of
opium).
7 Firearm and Sword Possession Control Law (Law No.6, 1958): crimes
under articles 31 to 31-4 (firing, importation, possession, and transfer of
handguns), articles 31-7 to 31-9 (importation, possession and transfer of
ammunition for handguns), article 31-11 paragraph 1, clause 2 (importation
of handgun parts) and paragraph 2 (attempted crime), and article 31-16,
paragraph 1, clause 2 (possession of handgun parts), and clause 3 (transfer of
handgun parts) and paragraph 2 (attempted crime).
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8 Law on Exception to the Rules for Narcotics and Psychomimetic Drug
Control Law Designed to Prevent Promotion of Illegal Conducts Regarding
Regulated Drugs under International Collaboration (Law No. 94, 1991):
crimes under article 5 (illegal importation as business).
9 Law on Punishment of Organized Crime and Regulation of Criminal
Profit (Law No. 136, 1999): crimes or attempted crimes under article 3,
paragraph 1, clauses 3 (organized murder).

