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OSIRT is a “browser on steroids” that’s
designed to aid law enforcement
officials of all skill-levels to conduct
Open Source Research on the Internet.
OSIRT styles itself on the look-and-feel
of a normal web browser, but provides
additional functionality such as screen
capturing and automated logging of
webpages visited. All evidential
artefacts are automatically placed into
a case container, along with the date
and time they were obtained and a
cryptographic hash for file verification.
OSIRT has been designed in
collaboration with the College of
Policing, where it is used as a centre
piece for one of the College’s training
courses.
OSIRT is also used by numerous law
enforcement officials across the UK
for live investigations; with many of
OSIRT’s features based directly from
law enforcement feedback and
suggestions.
“The collection, evaluation and analysis of materials from
sources available to the public, whether on payment or
otherwise, to use as intelligence or evidence within
investigations” -Association of Chief Police Officers
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OSIRT has been used to capture 
evidence for:
 Murder investigations
 Child exploitation content
 Anti-corruption investigations
 Fraud investigations
 Public order offences
 Router log capturing
 If it’s on the web, OSIRT captures it
OSIRT has received a lot of feedback
from law enforcement officials, but is
wanting to reach out to academics
and businesses for comments and
suggestions.
Please take a business card and
leaflet.
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