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Soal 1  
Plaintext  : 45F2389A 
Key           : A 
Enkripsi Plaintext diatas dengan menggunakan metode Block Cipher ECB dan CBC (15 Point) 
Soal 2  
Diketahui 16 SubKey Algoritma DES: 
K2 = 011110 011010 111011 011001 110110 111100 100111 100101 
K3 = 010101 011111 110010 001010 010000 101100 111110 011001 
K4 = 011100 101010 110111 010110 110110 110011 010100 011101 
K5 = 011111 001110 110000 000111 111010 110101 001110 101000 
K6 = 011000 111010 010100 111110 010100 000111 101100 101111 
K7 = 111011 001000 010010 110111 111101 100001 100010 111100 
K8 = 111101 111000 101000 111010 110000 010011 101111 111011 
K9 = 111000 001101 101111 101011 111011 011110 011110 000001 
K10 = 101100 011111 001101 000111 101110 100100 011001 001111 
K11 = 001000 010101 111111 010011 110111 101101 001110 000110 
K12 = 011101 010111 000111 110101 100101 000110 011111 101001 
K13 = 100101 111100 010111 010001 111110 101011 101001 000001 
K14 = 010111 110100 001110 110111 111100 101110 011100 111010 
K15 = 101111 111001 000110 001101 001111 010011 111100 001010 
K16 = 110010 110011 110110 001011 000011 100001 011111 110101 
Tentukan Ciphertext  dari Plaintext  1234ABCD dengan menggunakan Algoritma DES ??(25 Point) 
Soal 3 Pembentukan Kunci RSA 
Diketahui dua buah bilangan Prima p= 37 , q= 47 cari Private Key dan Public key menggunakan 
algoritma RSA. 
(25 Point) 
Soal 4  
a. Jelaskan perbedaan antara Staganografi dengan Cryptografi?  
b. Sisipkan Pesan KRIPTOUDINUS, pada citra RGB sebesar  10 x 10 pixel seperti yang ditampilkan 
pada table matrix dibawah ini. 
 
 
 
 
 
Pixel 
RGB 
1 2 3 4 5 6 7 8 9 10 
1 220,120,020 126,026,080 220,120,021 126,026,081 220,120,022 126,026,082 220,120,023 126,026,083 220,120,024 126,026,084 
2 223,123,023 122,126,107 223,123,024 122,126,108 223,123,025 122,126,109 223,123,026 122,126,110 223,123,027 122,126,111 
3 225,222,020 100,200,070 225,222,021 100,200,071 225,222,022 100,200,072 225,222,023 100,200,073 225,222,024 100,200,074 
Mata Kuliah      : Kriptograpi    Sifat      : Tutup Buku  
Kelompok        : A11     Waktu  :  
Hari / Tanggal  :      Dosen    : 
     
4 220,120,021 126,026,081 220,120,022 126,026,082 220,120,023 126,026,083 220,120,024 126,026,084 220,120,025 126,026,085 
5 223,123,024 122,126,108 223,123,025 122,126,109 223,123,026 122,126,110 223,123,027 122,126,111 223,123,028 122,126,112 
6 225,222,021 100,200,071 225,222,022 100,200,072 225,222,023 100,200,073 225,222,024 100,200,074 225,222,025 100,200,075 
7 220,120,022 126,026,082 220,120,023 126,026,083 220,120,024 126,026,084 220,120,025 126,026,085 220,120,026 126,026,086 
8 223,123,025 122,126,109 223,123,026 122,126,110 223,123,027 122,126,111 223,123,028 122,126,112 223,123,029 122,126,113 
9 225,222,022 100,200,072 225,222,023 100,200,073 225,222,024 100,200,074 225,222,025 100,200,075 225,222,026 100,200,076 
10 220,120,023 126,026,083 220,120,024 126,026,084 220,120,025 126,026,085 220,120,026 126,026,086 220,120,027 126,026,087 
 
 
Kode ASCI 
(20 Point) 
Soal 5 
a. Sebutkan dan Jelaskan dua cara Penandatanganan Berkas digital dengan mengenkripsi Pesan 
pada Digital Signature? 
b. 5B Terdapat kelemahan Penandatanganan Berkas Digital dengan mengenkripsi pesan 
menggunakan Pubic Key pada Digital Signature,jelaskan bagaimana solusi penyelesaian 
permasalahan tersebut? (jelaskan secara singkat dan jelas) 
 
(15 Point) 
OOO SELAMAT MENGERJAKAN OOO 
 
