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Nas últimas décadas houve um grande avanço nas tecnologias de telecomunicações, que 
fomentaram o desenvolvimento de várias aplicações em diferentes áreas do conhecimento. En-
tretanto o mesmo não se pode afirmar sobre as redes de distribuição de energia elétrica pois a 
sua tecnologia permanece praticamente inalterada por mais de cinquenta anos. 
Considerando o aumento da demanda energética para os próximos anos torna-se neces-
sária a modernização das redes de distribuição de energia elétrica afim de permitir redução nas 
perdas, melhoria da eficiência operacional e controle em tempo real. Para alcançar este objetivo 
necessita-se do desenvolvimento das chamadas redes elétricas inteligentes (REI). 
As redes elétricas inteligentes nada mais são do que a integração, através de equipamen-
tos de telecomunicações e de computação aos equipamentos conectados na rede de energia elé-
trica. 
Para alcançar o objetivo de ter uma rede elétrica inteligente, que permita o monitora-
mento e atuação de dispositivos elétricos em tempo real, é necessário o desenvolvimento de 
uma infraestrutura de telecomunicações entre os equipamentos elétricos da rede. Neste cenário 
o medidor de energia elétrica inteligente se torna elemento fundamental para o seu desenvolvi-
mento pois, além de prover informações que auxiliam a análise da rede elétrica em tempo real 
pela concessionária de energia elétrica, estes equipamentos se tornam os elos de comunicação 
que irão permitir a total integração de todos os equipamentos da rede elétrica. 
O medidor de energia elétrica inteligente (em inglês smart meter) deve possuir funcio-
nalidades avançadas, porém não pode ter custo elevado devido à grande quantidade que deve 
ser instalada nas redes elétricas para elas se tornarem inteligentes. No Brasil estima-se que isto 
represente aproximadamente 70 milhões de medidores [1]. Dessa maneira é fundamental o 
avanço das pesquisas no seu desenvolvimento com um custo acessível para a implementação 
em grande escala. 
Este trabalho apresenta o desenvolvimento de um medidor de energia elétrica inteligente 
de alta precisão, com diferentes plataformas de telecomunicação. Ele foi projetado, construído 
e testado em laboratório estando, neste momento, pronto para ser analisado pelo INMETRO 
para poder ser comercializado. 
 





In recent decades, there was a breakthrough in telecommunications technologies, which 
fostered the development of several applications in different areas of knowledge. However, the 
same cannot be said about the energy distribution networks, as their technology remains un-
changed for over fifty years. 
Considering the increasing energy demand for years to come becomes needed the mod-
ernization of energy distribution networks in order to allow reduction of losses, improve oper-
ational efficiency and real time control. To achieve this goal is required the development of so-
called smart grids. 
The smart grids are than integration through telecommunications equipment and com-
puter equipment connected to the power grid. 
To achieve the goal of having a smart grid, enabling the monitoring and control of elec-
trical devices in real time, the development of a telecommunications infrastructure between the 
equipment of the network is needed. In this scenario the smart becomes a fundamental element 
in its development because, in addition to providing information to help the analysis of the 
power grid in real time by the utility company, these devices become the communication links 
that will allow full integration of all equipment from the energy distribution networks. 
The smart meter must have advanced functionalities and low cost due to the large num-
ber of smart meter that must be installed in the energy distribution networks for them to become 
Smart. In Brazil it is estimated that this represent about 70 million meters [1]. In this manner is 
critical the advancement of research and development of an affordable smart meter to allow 
massive deployment. 
This work presents the development of a high precision smart meter with different tele-
communication platforms. It was designed, built and tested in laboratory being at this time, 
ready to be analyzed by INMETRO to be later commercialized. 
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O sistema de energia elétrica (SEE) consiste em uma complexa infraestrutura para 
o fornecimento de energia elétrica, o qual pode ser dividido em quatro principais partes: 
geração, transmissão, distribuição e consumo. No sistema tradicional a geração é reali-
zada por grandes centrais elétricas, que especificamente no Brasil é predominantemente 
hídrica, que se conectam a grandes linhas de transmissão de forma a transportar a energia 
elétrica até os centros de consumo, que é distribuída aos consumidores residenciais, co-
merciais e industriais. Este sistema é ilustrado na figura 1.1. 
 
Figura 1.1 - Representação simplificada do sistema de energia elétrica (SEE). 
Nas últimas décadas essa estrutura foi pouco modificada e opera de forma unidi-
recional, das grandes centrais elétricas para os consumidores por longas distâncias através 
das linhas de transmissão e de distribuição.  
Considerando que o mundo tem uma taxa média de crescimento de consumo de 
energia de 2% ao ano e o Brasil em torno de 4% [2], torna-se necessário mudar este pa-
radigma do sistema de energia elétrica para atender a demanda de forma confiável, sus-




Para alcançar este objetivo, nas próximas décadas as redes elétricas devem ser 
modernizadas a fim de permitirem a introdução de fontes alternativas de energia elétrica, 
utilização de geração distribuída, redução das perdas técnicas e não técnicas e uma maior 
interação com os consumidores ([3], [4]). 
Assim, deverá ocorrer uma mudança no sistema elétrico para atender as demandas 
cada vez mais crescentes e este objetivo só poderá ser alcançado com o auxílio das tec-
nologias da informação (TI). Este novo conceito de integração de TI com o sistema de 
energia elétrica denomina-se redes elétricas inteligentes (REI) ([5], [6]). 
Algumas das características geralmente atribuídas às REI são [7]:a) Auto recupe-
ração: capacidade de automaticamente detectar, analisar, responder e restaurar falhas na 
rede, b) Empoderamento dos consumidores: habilidade de incluir os equipamentos e com-
portamento dos consumidores nos processos de planejamento e operação da rede elétrica, 
c) Tolerância a ataques externos: capacidade de mitigar e resistir a ataques físicos e ci-
bernéticos, d) Qualidade de energia: prover energia com a qualidade exigida pela socie-
dade digital, e) Acomodar uma grande variedade de fontes e demandas: capacidade de 
integrar de forma transparente uma variedade de fontes de energia elétrica de várias di-
mensões e tecnologia, f) Reduzir o impacto ambiental do sistema produtor de eletricidade, 
reduzindo perdas e utilizando fontes de baixo impacto ambiental, g) Resposta da demanda 
mediante a atuação remota de dispositivos dos consumidores, h) Viabilizar e beneficiar-
se de mercados competitivos de energia, favorecendo o mercado varejista e a microgera-
ção. 
De acordo com o National Institute of Standards and Technology (NIST) [8], a 
rede elétrica inteligente é composta por sete agentes interligados: geração, transmissão, 
distribuição, consumidor, mercados, operadores de rede e provedores de serviços. Este 





Figura 1.2 - Modelo conceitual de rede elétricas inteligente de acordo com o NIST. 
A tabela 1.1 traz uma breve descrição da função de cada um dos agentes de acordo 
com o modelo de rede elétrica inteligente do NIST. 
Tabela 1.1 – Resumo dos agentes e suas funções de acordo com o modelo de redes 
elétricas inteligentes do NIST. 
Agente Descrição 
Geração Responsável pela produção dos grandes 
montantes de energia elétrica do SEE 
Transmissão Responsável pelo transporte da energia 
elétrica entre os centros geradores e os 
centros de consumo 
Distribuição Concessionária de energia elétrica respon-
sável por entregar a energia ao consumi-
dor 
Consumidor Usuário final de energia elétrica tanto de 
nível industrial, comercial e residencial e, 
no conceito de REI, também pode atuar 




Mercados Agente responsável pelo comércio de 
energia elétrica. 
Operadores de rede elétrica Agente responsável por gerenciar os flu-
xos de energia no sistema de energia elé-
trica. 
Provedores de serviços Agente responsável à fornecer serviços 
adicionais aos restantes dos agentes do sis-
tema elétrico. 
 
Considerando este modelo apresentado, todos os agentes no sistema de energia 
elétrica devem passar por mudanças. Porém, é o sistema de distribuição que necessita de 
maior investimento e desenvolvimento, pois o sistema de geração e de transmissão de 
energia elétrica já passaram por uma etapa de mudança através da instalação de proteção 
e controle digital nos últimos anos e já apresentam uma boa integração com a tecnologia 
digital. 
Assim a maior necessidade de modernização se encontra na distribuição, devido 
às suas características. Diferentemente da geração e da transmissão em que todo o parque 
de equipamentos é centralizado em uma pequena área geográfica, a distribuição possui 
grande extensão de área e também uma maior quantidade de equipamentos. Assim as 
tecnologias utilizadas na geração e na transmissão não podem, necessariamente, serem 
aplicadas à distribuição. 
Dentre todos os equipamentos presentes na rede de distribuição que necessitam 
ser modernizados para se alcançar o objetivo da implantação da rede elétrica inteligente, 
o mais importante é o medidor de energia elétrica devido à quantidade necessária. No 
Brasil estima-se que existem aproximadamente 70 milhões de medidores [1], e o seu pa-
pel fundamental está na estruturação da rede de comunicação. O medidor de energia elé-
trica com capacidade de comunicação e funções avançadas como: medição em quatro 
quadrantes, medição horária, registro de eventos, detecção de interrupção de energia e 
medição de grandezas de qualidade de energia, denomina-se medidor inteligente de ener-
gia elétrica (em inglês Smart Meter). 
A instalação dos medidores juntamente com a rede comunicação permitirá às con-




real, anexando também novos equipamentos como, atuadores, por exemplo um religador, 
e sensores. A figura 1.3 exemplifica uma rede de medidores inteligentes. 
 
Figura 1.3 - Infraestrutura de rede de medidores inteligentes. 
Para alcançar o objetivo de tornar a rede elétrica de distribuição inteligente é fun-
damental avanços e desenvolvimentos de novas tecnologias para a implantação dos novos 
medidores. Estes equipamentos precisam ter um custo reduzido e terem seu desenvolvi-
mento orientado à segurança de dados visto a criticidade dos dados que por eles trafegam. 
Considerando este cenário, este trabalho expõe um estudo sobre redes elétricas 
inteligentes e o resultado da pesquisa e desenvolvimento de um medidor inteligente de 
energia elétrica com capacidade de comunicação em rede voltado para o mercado brasi-
leiro. 
O capítulo dois tem como principal objetivo o estudo das tecnologias de teleco-
municações, existentes na atualidade, voltadas para redes elétricas inteligentes bem como 
discutir o conceito de segurança da informação. 
No terceiro capítulo são estudadas as principais normas nacionais e internacionais 
pertinentes aos medidores de energia elétrica, bem como realiza-se uma análise dos prin-
cipais distúrbios eletromagnéticos a que estes equipamentos estão sujeitos. 
No quarto capítulo são estudados os principais blocos funcionais que compõem o 





O quinto capítulo apresenta os resultados experimentais obtidos na pesquisa, são 
realizados os testes experimentais referentes a precisão dos algoritmos metrológicos de-
senvolvidos e testes para verificar a robustez do equipamento aos distúrbios eletromag-
néticos. 
O sexto capítulo apresenta um resumo dos estudos de todos os capítulos e apre-
senta as observações e conclusões deste trabalho, ressaltando como principal contribuição 
o estudo e desenvolvimento de um algoritmo metrológico que pode ser implementado em 





2 REDES ELÉTRICAS INTELIGENTES 
2.1 TELECOMUNICAÇÃO 
O principal conceito que permite a implantação das redes elétricas inteligentes é 
a capacidade de comunicação entre os equipamentos, conectados à rede de distribuição, 
transmissão e geração. 
Para existir tal conectividade é fundamental que todos os equipamentos sigam as 
mesmas regras, ou protocolos, para permitirem a comunicação entre eles. 
Estas regras são definidas como protocolos de comunicação. Existem diferentes 
tipos de protocolos, porém todos eles podem ser classificados dentro da estrutura do mo-
delo Open Systems Interconnection (OSI) [9]. 
Em 1980 com a necessidade de normalizar e estruturar os protocolos existentes, a 
International Organization for Standardization (ISO) criou um subcomitê que teve como 
resultado final o modelo OSI, que é apresentado na figura 2.1. 
 
Figura 2.1 - Modelo OSI. 
O modelo OSI é estruturado em camadas. Cada camada trabalha de forma inde-
pendente das camadas superiores e inferiores, permitindo a implementação de diferentes 
protocolos. Num processo de comunicação cada camada codifica ou decodifica a mensa-
gem e à envia para a próxima camada. A figura 2.2 exemplifica o processo de comunica-
ção utilizando o modelo OSI, onde o dado a ser enviado é codificado por cada camada no 







Figura 2.2 - Comunicação seguindo o modelo OSI. 
O modelo OSI define funções especificas para cada camada, sendo possível clas-
sificar qualquer protocolo da atualidade através dele. Esta padronização é referente ape-
nas à função do protocolo e existem diferentes tipos de protocolos para cada camada para 
diferentes aplicações.  
As setes camadas que definem o modelo OSI são: a) Camada física, b) Camada 
de enlace, c) Camada de rede, d) Camada de transporte, e) Camada de sessão, f) Camada 
de apresentação e g) Camada de aplicação. 
A camada física define especificações elétricas e físicas dos dispositivos. Define 
a relação entre um dispositivo e um meio de transmissão, como por exemplo, um cabo de 
cobre ou um cabo de fibra óptica. Inclui o layout de pinos, níveis de tensões, impedância 
da linha, especificações do cabo, temporização. A camada física define se a transmissão 
e a recepção podem ocorrer de forma simultânea (Full Duplex). Exemplos de protocolos 
da camada física são: USB, RS232, RS485, Ethernet. 
A camada de enlace detecta e, opcionalmente, corrige erros que possam acontecer 
na camada física e é responsável por controlar o fluxo de dados (recepção, delimitação e 





A camada de rede fornece os meios funcionais para a transferência de dados de 
comprimento variável de um ponto a outro da rede. A camada de rede é responsável por 
gerenciar as funções de roteamento e também por realizar a fragmentação e recomposição 
dos pacotes. A camada de rede é responsável por indexar um endereço único a cada indi-
víduo afim de permitir o envio e recebimento dedados de forma unívoca. Roteadores ope-
ram nesta camada enviando dados para toda a rede. Exemplos de protocolos de camada 
de rede são: IP, Zigbee, DDP, ICMP. 
A camada de transporte é responsável por receber os dados enviados pela camada 
de sessão, comentada a seguir, e segmentá-los para que sejam enviados à camada de rede. 
A camada de transporte separa as camadas de nível de aplicação (camadas 5 a 7) das 
camadas de nível físico (camadas de 1 a 3). A camada de transporte faz a ligação entre 
esses dois conjuntos de protocolos e determina a classe de serviço necessária para a co-
municação. Exemplos de protocolos da camada de transporte são: TCP, UDP, RDP. 
A camada de sessão é responsável pelo controle de conexão entre dispositivos. É 
responsável por terminar conexões ociosas entre dispositivos. Exemplo de protocolos da 
camada de sessão são: ADSP, PAP. 
A camada de apresentação, também chamada camada de tradução converte o for-
mato do dado recebido pela camada de aplicação em um formato comum a ser usado na 
transmissão dados. Esta camada também é responsável pela segurança dos dados da ca-
mada de aplicação, normalmente todos os algoritmos de criptografia ocorrem nesta ca-
mada. Exemplo de protocolos da camada de apresentação são: Telnet, NCP, ICA. 
A camada de aplicação corresponde às aplicações (programas) no topo do modelo 
OSI, que serão utilizadas para promover uma interação entre a máquina e usuário. Exem-
plos de protocolos da camada de aplicação são: HTTP, MQTT, SMTP, SSH. 
Alguns protocolos podem englobar mais de uma camada, como por exemplo o 
802.11, que compreende a camada física e a de enlace. 
Resumidamente o modelo OSI define um sistema de classificação de protocolos, 
não sendo sua responsabilidade a definição e normalização dos protocolos em si. 
Para o sucesso da implantação das redes elétricas inteligentes é fundamental a 
correta escolha dos protocolos de comunicação que serão utilizados, pois isso irá deter-
minar a complexidade, custo e capacidade da transmissão de dados entre os equipamentos 




Na atualidade existem diferentes protocolos sendo testados em diferentes projetos 
ao redor do mundo voltados ao sistema de distribuição de energia elétrico. 
Os principais e mais importantes protocolos para redes elétricas inteligentes são 
os protocolos pertencentes as camadas inferiores (camada física e de enlace), pois são os 
protocolos que estão diretamente relacionadas ao hardware e caso exista a necessidade de 
sua substituição o impacto econômico é elevado pois é necessário substituir o hardware. 
2.1.1 Camada física e de enlace 
As camadas inferiores do modelo OSI, física e de enlace, são responsáveis pela 
transmissão e recepção dos dados entre os diferentes dispositivos conectados na rede e, 
considerando os projetos de redes inteligentes em andamentos na atualidade, as principais 
tecnologias empregadas para comunicação nessas camadas são as de rádio frequência 
(RF) e Power line communication (PLC). 
2.1.1.1 Rádio frequência (RF) 
A comunicação via rádio frequência em redes elétricas inteligentes possui como 
grande vantagem o seu relativo baixo custo quando comparado a outros tipos e uma 
grande disponibilidade de tecnologias devido ao avanço das telecomunicações nas últi-
mas décadas. Porém devido às especificidades do tipo de comunicação necessária para 
redes elétricas de distribuição, como baixa velocidade, baixa taxa de transferência e a 
necessidade de comunicação em longo alcance, está ocorrendo um movimento de con-
vergência para a definição do protocolo IEEE 802.15.4 [10] como padrão de comunicação 
RF. 
 
O comitê 802 do IEEE define diferentes tecnologias das camadas físicas e de en-
lace e, desde o seu surgimento em 1980, este comitê já definiu diversos padrões ampla-





O padrão IEEE 802.15.4 foi primeiramente introduzido em 2003 com o objetivo 
de sanar a falta de uma camada física e enlace, especificamente desenvolvida para comu-
nicação Máquina a Máquina (M2M), que possui como características baixas taxas de 
transferência e tamanho reduzido de pacotes pois, até o momento, todos os padrões exis-
tentes foram desenvolvidos pensando em altas velocidade e grande massas de dados, pois 
seu uso estava normalmente associado a um usuário.  
O comitê responsável pelo desenvolvimento do padrão 802.15.4 levou em consi-
deração as regras de banda livre nos Estados Unidos, Europa e Japão permitindo que os 
dispositivos que utilizem esta tecnologia não necessitem de homologação especial. A ta-
bela 2.1 expõe as diferentes frequência e modulações definidas pelo padrão 802.15.4. 
Tabela 2.1 - Faixas de frequências, Taxa de transferência e modulações definidos pelo 
padrão 802.15.4. 
Frequência Taxa de Transferência Modulação 
2.4GHz 250kbps O-QPSK 
902-928MHz 40, 250kbps O-QPSK, BPSK e ASK 
868-868.6MHz 20,100,250kbps BPSK e ASK 
 
Além de definir a camada física o padrão IEEE 802.15.4 também define a camada 
de enlace, e a decompõe em duas subcamadas, a subcamada de acesso ao meio (MAC) e 
a subcamada de enlace lógico (LLC). 
A camada de acesso ao meio é responsável por garantir as transmissões dos paco-
tes de forma consistente, permitindo verificar a integridade dos dados e impedir o envio 
de dados corrompidos às camadas superiores. 
A camada de enlace lógico é responsável pela formatação dos dados a serem en-
viados em pacotes. Todos os protocolos definidos pelo comitê 802 utilizam a mesma for-
matação. 
Adicionalmente às camadas física e de enlace o padrão IEEE 802.15.4 ainda de-
fine os tipos de nós (diferentes dispositivos) e diferentes topologias que podem existir em 
uma rede (mesmo que a camada de rede não faça parte do padrão e sim de protocolos de 
camadas superiores, como por exemplo o Zigbee). 
No padrão IEEE existem dois tipos de dispositivos: dispositivos de função com-




em qualquer um dos modos de operação dentro da rede (coordenador da rede, coordena-
dor e dispositivo final), enquanto que o dispositivo RFD pode assumir apenas um modo 
de operação devido à sua simplicidade (dispositivo final). 
Os três modos de operação definidos pelo padrão IEEE 802.15.4 são: coordena-
dor, coordenador da rede e dispositivo final. O coordenador é um dispositivo FFD que 
tem como função enviar e receber dados entre outros dispositivos. Se o coordenador tam-
bém for o dispositivo responsável pela rede ele é definido como coordenador da rede e é 
o principal dispositivo, ou seja, que tem como função controlar o fluxo de informações 
na rede. Se um dispositivo não estiver atuando como coordenador ou coordenador da rede 
é definido como dispositivo final. 
Essa distinção de tipos de dispositivos e modos de operação permite otimizar o 
custo de implantação da rede, onde o dispositivo final pode ser desenvolvido a partir de 
um hardware de baixo custo e os coordenadores sendo constituídos de hardwares com 
maior valor agregado, pois existem em menor quantidade na rede. 
A última definição do padrão IEEE 802.15.4 se dá com relação à topologia de rede 
que pode ser do tipo estrela ou em malha, conforme ilustrado nas figuras 2.3 e 2.4. 
 
 
Figura 2.3 - Topologia Estrela. 
 




Cada topologia possui suas vantagens e desvantagens. A topologia em estrela pos-
sui sua operação mais simples pois não é necessário criar tabelas de roteamento pois cada 
dispositivo só deve enviar os dados ao coordenador da rede. Não existindo o coordenador, 
que atua como um roteador na rede, é necessário que cada dispositivo disponha de um elo 
de comunicação direta com o coordenador da rede.  
A topologia em malha necessita de dispositivos com maior capacidade de proces-
samento, devido à maior complexidade no envio dos dados, pois existe roteamento de 
dados entre os dispositivos conectados na rede. Porém, como benefício, essa topologia 
permite o envio de dados entre dois dispositivos mesmo que não seja possível uma cone-
xão direta, conforme exemplificado na figura 2.5, onde é possível a troca de informação 
entre dois dispositivos mesmo que exista uma barreira entre eles. 
 
Figura 2.5 - Desvio de barreiras usando topologia em malha. 
O padrão IEEE 802.15.4 apenas normatiza as duas camadas inferiores do modelo 
OSI, sendo possível utilizar vários tipos de protocolos nas camadas superiores como 
Zigbee, 6LowPAN e até implementar uma rede utilizando o padrão TCP/IP.  
Devido à essa simplicidade e compatibilidade com outros protocolos de alto nível 





2.1.1.2 Power Line Communication (PLC) 
A tecnologia de comunicação utilizando a rede elétrica, denominada Power Line 
Communication (PLC), sempre foi considerada como uma forte candidata para ser a prin-
cipal tecnologia para a camada física na implementação de redes elétricas inteligentes, 
pois não necessita da instalação adicional de qualquer infraestrutura, visto que os cabos 
de energia já estão presentes. Porém, devido ao fato de utilizar um meio que não estava 
preparado para este fim, várias dificuldades técnicas devem ser vencidas para tornar viá-
vel está tecnologia. 
Recentemente devido aos avanços nas técnicas de modulação, a redução dos cus-
tos dos circuitos integrados e o desenvolvimento de protocolos de maior eficiência, vol-
tados para comunicação M2M, tornou possível o desenvolvimento da tecnologia PLC em 
larga escala. 
Porém um dos principais problemas que impedem a grande expansão da utilização 
da tecnologia PLC pelo mundo é a falta de definição de padrões a serem adotado. Atual-
mente existem várias empresas e instituições que possuem diferentes protocolos e estes 
não são interoperáveis. 
O princípio básico de funcionamento da comunicação PLC consiste em adicionar 
um sinal modulado na rede de distribuição, através de um circuito de acoplamento exem-






Figura 2.6 - Esquema simplificado da comunicação PLC. 
Dentre os protocolos existentes, os mais utilizados na implantação de redes inte-
ligentes são o padrão IEC 61 334, o G3-PLC e o PRIME [11]. 
Uma comparação entre estes três principais protocolos é mostrado na tabela 2.2. 





Faixa de frequência Modulação 
Internacional IEC IEC 61334 20-95kHz S-FSK 
Indústria PRIME Alli-
ance 
PRIME 42kHz-500kHz OFDM/DBPSK, 
DQPSK,,D8PSK 
Indústria Maxim, ERDF, 
TI 
G3-PLC 35.9-90.6kHz OFDM/DBPSK, 
DQPSK 
 
Devido à existência de uma grande quantidade de tipos de protocolos PLC a es-
colha do padrão a ser utilizado não é clara e normalmente acaba ocorrendo devido à lo-
calização geográfica da rede a ser implantada, devido à presença de empresas que acabam 




as diferentes instituições para evoluir de tal forma a permitir uma interoperabilidade entre 
os padrões. 
Um dos motivos para o grande avanço da tecnologia 802.15.4 frente ao PLC, em 
parte se deve à falta de unificação e padronização dos protocolos existentes. 
Para as camadas superiores de comunicação do modelo OSI, existem várias solu-
ções disponíveis, porém as mais utilizadas em redes elétricas inteligentes na atualidade 
são: Zigbee [12], ANSI C12.22 [13], OSGP [14] e DLMS [15].  
2.2 SEGURANÇA DE REDES ELÉTRICAS INTELIGENTES 
A segurança de redes elétricas inteligentes é fator fundamental para o seu desen-
volvimento pois dados sigilosos trafegam na rede sendo possível realizar comandos de 
diversos equipamentos que possibilitam até desligar ramais inteiros de redes de distribui-
ções de energia elétrica. 
Devido a recentes vulnerabilidades encontradas em protocolos já utilizados em 
comunicações para equipamentos de redes elétricas inteligentes, como por exemplo o 
OSGP ([16], [17]), a segurança no tráfego das informações deve ser um dos fatores prin-
cipais para a pesquisa em redes elétricas inteligentes. 
A segurança em comunicação deve possuir três conceitos fundamentais privaci-
dade, integridade e autenticidade [18]. 
A privacidade garante que os dados transmitidos pelo meio de comunicação serão 
apenas decodificados pelo destinatário que possua a chave de acesso, impedindo que qual-
quer outro indivíduo possa decodificar a mensagem. 
A integridade garante que a mensagem enviada não será adulterada durante a co-
municação, devido a falhas na comunicação ou mudança propositais e, caso ocorra al-
guma variação na mensagem esta possa ser detectada 
A autenticidade garante que a procedência da mensagem pode ser verificada pelo 
destinatário. 
Considerando estes três conceitos chaves que devem ser atendidos para que exista 
uma comunicação segura em redes elétricas inteligentes, várias metodologias e algorit-






Figura 2.7 - Principais tipos de algoritmos de criptografia. 
Cada tipo de criptografia possui suas vantagens e desvantagens, que diferem em 
nível de segurança, complexidade de implementação e custo computacional. 
2.2.1 Criptografia Simétrica 
A criptografia simétrica, comumente referida como chave simétrica, foi o primeiro 
tipo de criptografia a ser desenvolvido. A cifra de César [19], cujo uso é que historica-
mente é atribuída a Júlio César que foi por ele utilizada para enviar informações militares 
aos seus generais. 
A utilização de criptografia simétrica permite a codificação e decodificação de 
mensagem utilizando a mesma chave, assim garantindo privacidade da mensagem. 
Como exemplo pode-se considerar a necessidade de comunicação entre dois agen-
tes através de um canal inseguro, como a internet, onde um terceiro agente pode intercep-
tar e ler todas as mensagens trafegadas na rede. 
 
Figura 2.8 - comunicação sobre canal inseguro. 
O cenário da figura 2.8, se Alice e Bob necessitam de uma comunicação segura, 
sem que Oscar possa interceptar e interpretar as mensagens, torna-se necessário o uso de 




O esquema simplificado do uso de uma criptografia simétrica para a comunicação 
pode ser visualizado na figura 2.9.  
 
Figura 2.9 - Comunicação utilizando uma criptografia simétrica. 
Na figura 2.9, x é a mensagem original, y é a mensagem criptografada e k é a 
chave. 
Neste cenário para que Alice e Bob (estes nomes são comumente utilizados no 
estudo de criptografia devido ao artigo publicado por Ron Rivest em 1977 [20]) realizem 
uma comunicação segura sem que qualquer pessoa possa interpretar suas mensagens, ne-
cessita-se que Alice realize à codificação da mensagem utilizando a chave k e a envie ao 
canal de comunicação para Bob, que ao receber a mensagem à decodifica utilizando a 
mesma chave k. 
Os algoritmos de criptografia simétrica tendem a ter uma implementação mais 
simples e apresentar maior segurança, quando comparados com algoritmos de criptogra-
fia assimétrico (considerando chaves de mesmos tamanhos) [21] porém o principal pro-
blema deste tipo de algoritmo é a necessidade de realizar a distribuição de chaves pois, 
como ambos os lados da comunicação necessitam da mesma chaves é preciso de um meio 
de comunicação seguro para esta troca, visto que não é possível enviar a chave pelo canal 
de comunicação pois a mesma pode ser interceptada, assim inviabilizando a comunica-
ção. 
Portanto, mesmo considerando a alta segurança dos algoritmos de criptografia si-
métrico, para sua utilização adicionalmente deve-se implementar um algoritmo de distri-
buição de chaves, como por exemplo Diffie-Hellman [22].  
Na atualidade existem diversos tipos de algoritmos simétricos, porém os algorit-
mos mais utilizados são o DES (The Data Encryption Standard) [23] e o algoritmo AES 




2.2.2 Criptografia Assimétrica 
O conceito de criptografia assimétrica foi desenvolvido para resolver o problema 
de distribuição de chaves presentes na comunicação utilizando a criptografia simétrica. 
A criptografia assimétrica permite que as partes não necessitem de uma comuni-
cação prévia em canal seguro para realizar as trocas de chaves e, adicionalmente a crip-
tografia assimétrica permite a criação do conceito da assinatura digital. 
Conforme explanado anteriormente, a comunicação simétrica, tem como estrutura 
uma única chave que é responsável por codificar e decodificar a mensagem. Isto gera 
problemas na prática, primeiro é necessário realizar a distribuição de chaves previamente 
à comunicação e, segundo, é armazenar uma grande quantidade de chaves, pois para cada 
canal de comunicação é necessária uma chave única para garantir a segurança. 
Adicionalmente o esquema de criptografia simétrica não impede a fraude por um 
dos agentes da comunicação. Por exemplo, em um caso de envio de dinheiro através da 
internet, onde Alice pode enviar uma transação para Bob e posteriormente se arrepender 
e insinuar que Bob foi quem gerou esta transação, pois ele também possui a mesma chave. 
Para resolver estes problemas Diffie, Hellman e Merkle tiveram uma ideia revo-
lucionária: o conceito de chave pública e privada [22]. Porém foi só apenas anos depois 
que o primeiro algoritmo assimétrico foi desenvolvido, o RSA [20]. 
O conceito de chave pública privada está fundamentado no fato de que ambas as 
chaves estão interligadas através de relações matemáticas, porém o conhecimento da 
chave pública não permite qualquer informação sobre a chave privada e uma vez a men-
sagem criptografada com a chave pública apenas a chave privada pode decodificar a men-
sagem. 
Pode-se realizar uma analogia com o conceito de chave assimétrica e simétrica da 
seguinte forma: considere-se que a mensagem seja enviada em uma caixa fechada com 
um cadeado. Na criptografia simétrica, tanto Alice como Bob possuem a chave do cade-
ado e para cada comunicação Alice ou Bob colocam a mensagem dentro da caixa e a 
trancam com o cadeado e enviam caixa com a mensagem. 
No conceito de criptografia assimétrica, pode-se considerar que apenas Bob pos-
sui a chave e quando há necessidade de uma comunicação Bob envia a caixa e o cadeado 




envia de volta para Bob. Nota-se que neste cenário uma vez trancada a caixa apenas Bob 
pode abrir o cadeado. 
O esquema de comunicação utilizando o par de chaves públicas privadas pode-se 
ser verificado na figura 2.10. Onde Bob gera o par de chaves kpu e kpr e envia a chave 
pública kpu  para Alice que codifica a mensagem x utilizando a função ekpu(x) e a chave 
pública e envia a mensagem codifica y para Bob, que por fim decodifica a mensagem 
utilizando a função dkpr(x) e a chave privada. 
Alice Bob
(kpu , kpr ) = k
y = e kpu(x) 





Figura 2.10 - Protocolo de comunicação usando chave pública. 
Através do exemplo apresentado na figura 2.10 pode-se verificar que não é possí-
vel realizar uma comunicação bidirecional, pois apenas Bob pode decodificar a mensa-
gem. Porém com uma pequena modificação, onde a primeira mensagem que Alice envia 
é uma chave de uma criptografia simétrica, como por exemplo o AES, Bob ao decodificar 
a mensagem, poderá estabelecer uma comunicação bidirecional utilizando o algoritmo 
AES e garantir a segurança da comunicação. Este exemplo representa um esquema de 






(kpu , kpr ) = k
y = e kpu(k) 
k = dkpr(x) 
kpu
y
Z = AESk(x) x = AESk
-1(z)z
 
Figura 2.11 - Protocolo de comunicação usando chave pública em conjunto com 
criptografia simétrica. 
Conforme os exemplos acima, verificados por Diffie e Hellman, a criptografia 
assimétrica é segura e flexível, porém para que se torne possível a sua implementação é 
necessário a criação de uma função matemática do tipo sentido único (em inglês esse tipo 
de função é comunmento chamado de “one-way function”), que deve possuir as seguintes 
características: a operação 𝑓(𝑥) deve ser computacionalmente simples e a operação in-
versa 𝑓−1(𝑥) deve ser computacionalmente impraticável, sendo apenas possível reverter 
o processo utilizando a chave privada. 
Atualmente existem três classes de funções disponíveis de algoritmo de criptogra-
fia assimétrica, a primeira consiste na dificuldade em fatorar grandes números em seus 
componentes primos, na qual o algoritmo RSA está fundamentado. O segundo método 
está fundamentado no problema de logaritmo discreto, no qual ao algoritmo Diffie Hell-
man está baseado e a última classe é baseado em curvas elípticas [25]. 
 
3 NORMAS EXISTENTES SOBRE MEDIDORES INTELIGENTES 
Os medidores de energia elétrica inteligentes possuem características adicionais 
aos medidores de energia elétrica eletrônicos convencionais. A principal diferença con-
siste na presença de telecomunicação que permite a leitura e configuração do medidor de 
forma remota, porém adicionalmente a esta característica eles também possuem funcio-
nalidades avançadas como: medição em quatro quadrantes, medição horária (tarifa 
branca), sistema de corte remoto, memória para armazenar variações da rede elétrica, sis-




Porém mesmo com essas características os medidores de energia elétrica inteli-
gentes são uma subcategoria dos medidores eletrônicos. Para efeitos de normalização, 
pois qualquer equipamento desenvolvido, que realize a medição de energia elétrica, deve 
possuir registro de seu modelo no INMETRO por se tratar de equipamento de metrologia 
legal. 
O INMETRO (Instituto Nacional de Metrologia, Qualidade e Tecnologia) é o ór-
gão brasileiro responsável pela homologação e certificação dos medidores de energia elé-
trica. Atualmente existem três normas vigentes, que definem os requisitos básicos dos 
medidores de energia elétrica eletrônicos que são as portarias n°587,586 e 520 ([26], [27], 
[28]). 
Estas normas são especificas para o Brasil, porém elas se baseiam nas normas 
internacionais IEC 61000-4 [29], que definem os requisitos referentes a compatibilidade 
eletromagnética para equipamentos eletrônicos. 
Este capítulo tem como objetivo apresentar um resumo das principais normas na-
cionais e internacionais que devem ser atendidas para o desenvolvimento de um medidor 
de energia elétrica inteligente. 
Uma das características mais importantes dos medidores é a sua classe de exati-
dão. Os medidores de energia elétrica eletrônicos, como o desenvolvido nesta pesquisa, 
devem possuir uma exatidão de medição superior à 1% [30]. 
O medidor inteligente deve possuir algumas características adicionais a um medi-
dor de energia elétrica eletrônico convencional, como a medição bidirecional, ou seja, 
registrar a energia entregue para a unidade consumidora e, também, a energia eventual-
mente produzida por essa unidade, caso possua algum sistema de geração de energia elé-
trica própria, como painéis fotovoltaicos. Devem ter a capacidade de armazenar o con-
sumo em postos tarifários, para atender a regulamentação chamada de tarifa branca [31] 
e devem possuir funções de registro de grandezas elétricas ao longo do tempo para análise 
da concessionária de energia elétrica. 
Além das normas vigentes no Brasil é importante que o medidor também atenda 
as normas IEC61000-4-2, IEC61000-4-4 e IEC61000-4-5 ([32], [33], [34]), que normali-
zam quesitos de compatibilidade eletromagnética (EMC/EMI). Elas são fundamentais 
para garantir o correto funcionamento do equipamento no caso de distúrbios elétricos, 





3.1 PORTARIA INMETRO Nº 587 
A portaria n°587 é a principal norma que define os requisitos mínimos de um 
medidor de energia elétrica eletrônico e esta norma se baseia na norma ABNT NBR 
14519 [30], que foi a primeira norma de medidores de energia elétrica eletrônicos no 
Brasil. 
A norma do INMETRO define dois tipos de medidores, o direto e o indireto, den-
tro de quatro classes de exatidão, que são divididas em A, B, C e D. 
A definição de classe de medidores está relacionada com a precisão do equipa-
mento, conforme as tabelas 3.1 a 3.4. 
Tabela 3.1 - Limites de erro percentual para medidores de energia ativa (medidores 
monofásicos e polifásicos com cargas equilibradas) [26]. 
%In cos 𝜑 
Limites de erro percentuais para medidores com índice de 
classe 
D C B A 
10 1 ±0,2 ±0,5 ±1,0 ±2,0 
100 1 ±0,2 ±0,5 ±1,0 ±2,0 
100 0,5 ind. ±0,3 ±0,6 ±1,0 ±2,0 
100 0,8 cap. ±0,3 ±0,6 ±1,0 ±2,0 
 
Tabela 3.2 - Limites de erro percentual para medidores de energia reativa (medidores 
monofásicos e polifásicos com cargas equilibradas) [26]. 
%In cos 𝜑 
Limites de erro percentuais para medidores com índice de 
classe 
D C B A 
10 1 ±0,4 ±1,0 ±2,0 ±4,0 
100 1 ±0,4 ±1,0 ±2,0 ±4,0 
100 0,5 ind. ±0,6 ±1,2 ±2,0 ±4,0 





Tabela 3.3 - Limites de erro percentuais para medidores de energia ativa (medidores 
polifásicos sob carga monofásica por elemento, mas com tensões equilibradas, aplicadas 
aos circuitos de tensão) [26]. 
%In cos 𝜑 
Limites de erro percentuais para medidores com índice de 
classe 
D C B A 
10 1 ±0,3 ±0,6 ±2,0 ±3,0 
100 1 ±0,3 ±0,6 ±2,0 ±3,0 
100 0,5 ind. ±0,4 ±1,0 ±2,0 ±3,0 
 
Tabela 3.4 - Limites de erro percentuais para medidores de energia reativa (medidores 
polifásicos sob carga monofásica por elemento, mas com tensões equilibradas, aplicadas 
aos circuitos de tensão) [26]. 
%In cos 𝜑 
Limites de erro percentuais para medidores com índice de 
classe 
D C B A 
10 1 ±0,6 ±1,2 ±4,0 ±6,0 
100 1 ±0,6 ±1,2 ±4,0 ±6,0 
100 0,5 ind. ±0,8 ±2,0 ±4,0 ±6,0 
 
Os medidores de ligação direta são conectados diretamente na rede elétrica sem o 
uso de qualquer transformador, de forma que toda a energia elétrica que está sendo me-
dida passa pelo equipamento, este tipo de medidor direto é utilizado para medição resi-
dencial, enquanto que o medidor de ligação indireto é conectado através de transforma-
dores de corrente e transformadores de tensão, de forma a permitir a medição de valores 
de tensão e de energia elétrica elevados. Este tipo de medidor indireto é normalmente 
utilizado em subestações e em clientes com grande consumo de energia elétrica, como 
por exemplo industrias. 





Figura 3.1 -.Esquema de ligação do medidor de energia elétrica direto. 
 
Figura 3.2 - Esquema de ligação do medidor de energia elétrica indireto. 
Adicionalmente à definição das classes de exatidão, a norma n°587 define também 
requisitos mecânicos, valores máximos e mínimos das grandezas a serem medidas e tam-
bém os requisitos mínimos de imunidade eletromagnética. 
Os requisitos de compatibilidade eletromagnética definidos na norma n°587[26], 





3.2 PORTARIA INMETRO Nº 586 
A portaria do INMETRO n° 586 de 01 de novembro de 2012 [27], define os re-
quisitos mínimos de software que os medidores de energia elétrica eletrônicos devem 
conter. 
 A norma busca garantir, que os medidores de energia elétrica eletrônicos atendam 
três requisitos mínimos de software que são: integridade de software, exatidão do algo-
ritmo de medição e segurança contra modificações não autorizadas de parâmetros legal-
mente relevantes [27]. 
O requisito de segurança de integridade de software tem como objetivo garantir 
que o software legalmente relevante do medidor (algoritmos de metrologia) não possa ser 
alterado por uma pessoa não autorizada. A norma define que a única forma de atualização 
de software seja feita através de algum mecanismo de autenticação utilizando o esquema 
de chave pública e privada, conforme exposto no capítulo 2. 
 
Figura 3.3 - Processo de atualização do software através de assinatura digital. 
A figura 3.3, exemplifica o processo de atualização de software de acordo com a 
norma n°586. Neste esquema utiliza-se um par de chaves para realizar a autenticação. 
Este par é gerado pelo INMETRO que mantem a chave privada e fornece ao fabricante 
do medidor a chave pública. Quando houver a necessidade de atualização do medidor 




gerar uma assinatura digital do novo software. Posteriormente o fabricante envia para o 
equipamento a ser atualizado o novo software juntamente com a assinatura, e o verifica 
se o novo software possui a assinatura correta em função da chave pública. Caso o novo 
software seja autenticado com a assinatura é realizada a atualização do software caso 
contrário, o novo software é descartado pois não possui uma assinatura válida. 
Adicionalmente aos requisitos de integridade de software a norma define que de-
vem existir no medidor métodos impedem a modificação de parâmetros legalmente rele-
vantes (horário, postos tarifários, configurações do mostrador, feriados e horário de ve-
rão) por usuários não autorizados. Um método sugerido pelo o Inmetro é a utilização de 
um algoritmo de código de autenticação de mensagens (HMAC) [35], que é um tipo de 
criptografia assimétrica conforme explicado no capítulo 2.2.2. 
 
3.3 PORTARIA INMETRO Nº 520 
A portaria do INMETRO n°520, de 28 de novembro de 2014[28] é a norma mais 
recente que envolve medidores de energia elétrica eletrônico. Esta norma foi estabelecida 
em função da resolução normativa n°502, de 7 agosto de 2012, da Agência de Energia 
elétrica (Aneel) [31], que regulamenta a medição horária (tarifa branca) para consumido-
res residenciais denominada tarifa branca. 
A figura 3.4 exemplifica o conceito da tarifa branca conforme a resolução da 
Aneel. A tarifa branca define que o custo da energia será diferente ao longo do dia. Esta 
resolução tem como objetivo diminuir o consumo de energia elétrica no horário de ponta 
e, para alcançar tal objetivo a resolução determina que o custo no horário de ponta será 
maior do que a tarifa convencional e o custo fora da ponta será inferior, de forma a incen-





Figura 3.4 - Comparativo entre tarifa branca e convencional [36]. 
A tarifa branca, mostrado na figura 3.4, define três tipos de tarifa em relação ao 
horário do dia, a tarifa fora da ponta, a tarifa intermediária e a tarifa da ponta que com-
preende. O custo da tarifa é definido de tal forma que o custo da tarifa fora da ponta seja 
menor que custo da tarifa convencional e o custo da tarifa intermediária e da tarifa da 
ponta sejam maior que a tarifa convencional a fim de incentivar o consumo da energia 
elétrica fora dos horários de pico  
A norma n°520 tem como objetivo definir os requisitos que o medidor deve apre-
sentar para permitir a medição de consumo de energia elétrica horária (tarifa branca). 
A principal definição da norma é a precisão que o relógio do medidor deve pos-
suir, pois para realizar a medição de consumo de energia elétrica em função do horário 
do dia o equipamento deve possuir um relógio interno de alta precisão. O INMETRO 
define que a precisão mínima é de 5 ppm (partes por milhão). A precisão de 5 ppm garante 
que o erro máximo que o relógio pode ter de atraso ou de avanço é de 0,5s por dia, o que 




3.4 NORMA IEC 61000-4 (COMPATIBILIDADE ELETROMAGNETICA) 
Adicionalmente às normas que regulamentam precisão e segurança é fundamental 
que os medidores de energia elétrica sejam imunes a transitórios eletromagnéticos, pois 
estes equipamentos normalmente estão mais susceptíveis a transitórios elétricos devido 
ao local de suas instalações. A norma n°587 [26]define os requisitos mínimos de EMC, 
conforme o padrão IEC 61000-4, que o medidor deve ter para ser aprovado. 
O padrão IEC61000-4 [29] define vários requisitos e testes que qualquer equipa-
mento eletrônico deve ter para ser considerado inume a transitórios eletromagnéticos. 
Dentre todas as normas do conjunto IEC61000-4 [29] os medidores devem seguir 
três normas IEC6100-4-2 [32], IEC6100-4-4 [33] e IEC6100-4-5 [34], que definem re-
quisitos de imunidade a descargas eletrostáticas, transitórios elétricos rápidos e impulsos 
combinados respectivamente. 
3.4.1 IEC61000-4-2 Imunidade a descargas eletrostáticas (ESD) 
A norma IEC6100-4-2 [32] define requisitos mínimos para imunidade a descargas 
eletrostáticas (ESD). As descargas eletrostáticas ocorrem devido ao corpo humano pos-
suir uma característica de impedância capacitiva, que permite armazenar energia na forma 
de campo elétrico e que ao entrar em contato com algum dispositivo eletrônico conectado 
à rede elétrica ocorra uma descarga elétrica, que pode danificar o equipamento eletrônico. 
A norma IEC define como deve ser a forma de onda de descarga de corrente elé-
trica, que simula do modelo elétrico do corpo humano.  
A figura 3.5, ilustra como deve ser o comportamento da curva de descarga da 






Figura 3.5 - Forma de onda da corrente elétrica para de descarga para 8kV, conforme 
norma IEC61000-4-2 (fonte: norma IEC61000-4-2 [32]). 
A norma também define quatro classes diferentes de imunidade que um equipa-
mento pode ter. A escolha de qual classe o equipamento deve atender depende do tipo e 
importância do equipamento, por exemplo para o caso de medidores de energia elétrica a 
norma n°587 do INMETRO define que todos os medidores de energia elétrica devem 
atender a classe 4 de imunidade, a tabela 3.5 ilustra os diferentes níveis de tensão que 
devem para cada classe de equipamento. 
Tabela 3.5 - Classes de teste de ESD 
Classe 
Descarga por contato Descarga por Ar 
Tensão de teste (±kV) Tensão de teste (±kV) 
1 2 2 
2 4 4 
3 6 8 
4 8 15 
 
Mesmo que o pulso de descarga eletrostático apresente um valor elevado de ten-




dância de saída do circuito de descarga que, conforme definido pela norma, deve ser apli-
cado com uma impedância série de 330Ω. Porém o sinal possui conteúdo harmônico ele-
vado com frequência de até 100MHz, e este conteúdo de alta frequência pode induzir 
tensões em várias partes do circuito e gerar um mal funcionamento. 
A norma IEC 61000-4-2 além de definir as classes de equipamentos e a forma de 
onda da corrente elétrica de descarga define também como devem ser realizados os testes 
a fim de garantir que todos os equipamentos testados tenham o mesmo desempenho, a 
figura 3.6 ilustra como deve ser montado a bancada de testes. 
 
Figura 3.6 - Bancada para teste IEC61000-4-2 (fonte: norma IEC61000-4-2 [32]). 
A norma n°587 do INMETRO, define que para medidores de energia elétrica ele-
trônicos poderem ser instalados em campo devem possuir imunidade classe 4 no teste de 
ESD, ou seja devem suportar descargas eletrostáticas de com tensão de pico ±8kV, sem 
sofrer qualquer dado operacional. A norma define que durante o teste o equipamento pode 
sofrer uma degradação temporário desde que o mesmo restabeleça suas funcionalidades 




3.4.2 IEC6100-4-4 Transitórios elétricos rápidos (EFT) 
Quando cargas indutivas ou capacitivas são chaveadas podem ocorrer transitórios 
rápidos de tensão e estes transitórios podem afetar a operação de equipamentos conecta-
dos na rede de energia elétrica. 
A norma IEC 61000-4-4 [33] estabelece uma referência comum e reproduzível 
para testar a imunidade de equipamentos elétricos quando submetidos a transitórios elé-
tricos rápidos. 
A figura 3.7 ilustra a forma de onda definida pela norma IEC 61000-4-4 para tes-
tes. Cada pulso deve ter o tempo de subida de 5ns e uma largura de 50ns, deve-se gerar 
uma sequência de pulsos com duração de 15ms com uma frequência de 5kHz e esta se-





Figura 3.7 - Forma de onda de teste da norma IEC 61000-4-4. 
A norma também define quatro classes de imunidade conforme o local de instala-
ção do equipamento, definido com classe 1 para equipamento instalados em ambientes 
muito protegido, classe 2 para equipamentos instalados em ambiente protegido, classe 3 
para equipamentos instalados em ambiente industrial e classe 4 para equipamentos insta-
lados em ambiente industrial severo, os níveis de tensões que devem ser utilizados para o 





Tabela 3.6 - Classes de tensão IEC 61000-4-4. 






Da mesma forma que o teste de descarga eletrostática, o teste IEC 61000-4-4 pos-
sui energia superior, na ordem de 300mJ e uma taxa de repetição muito maior. Desta 
forma esta interferência possui uma capacidade de degradação de um equipamento ele-
trônico superior ao do teste de ESD. 
A norma n°587 do INMETRO define que medidores de energia elétrica eletrôni-
cos, para serem instalados em campo necessitam ter classe de proteção 4. A norma define 
que durante o teste o equipamento pode sofrer uma degradação temporária desde que o 
mesmo restabeleça suas funcionalidades sem a necessidade de intervenção humana. 
3.4.3 IEC6100-4-5 Surto de tensão 
O teste de surto definido pela norma IEC61000-4-5 [34], dentre todos os ensaios 
é o que envolve maior energia e, consequentemente, a maior capacidade de destruição do 
circuito eletrônico. 
Um evento de surto normalmente ocorre quando existe a ocorrência de uma des-
carga atmosférica sobre a rede de distribuição. Esta descarga gera um sinal de alta tensão 
e grande energia, na ordem de até 100J. Este evento também pode ocorrer pelo chavea-
mento de cargas indutivas de elevada potência. 
Da mesma forma que o restante dos testes previsto na norma IEC 61000-4, a 
norma referente a surto define 4 classes de dispositivos dependo do local da sua instala-





Tabela 3.7 - Classes de tensão IEC 61000-4-5. 






Adicionalmente a definição das classes de tensão a norma define também diferen-
tes impedâncias de acoplamento para a aplicação do distúrbio, o que resulta em uma maior 
ou menor energia que o equipamento deve dissipar. Desta forma o projeto do dispositivo 
deve levar em consideração o tipo de teste que será realizado para definição de sua pro-
teção. A tabela 3.8 mostra os diferentes valores de impedância e a sua respectiva corrente 
elétrica máxima em relação a classe do dispositivo. 
Tabela 3.8 - Relação entre corrente elétrica máxima e classe do dispositvo pela norma 
IEC 61000-4-5. 
 
Classe 1 Classe 2 Classe 3 Classe 4 
500V 1kV 2kV 4kV 
Req = 42Ω 12 A 24 A 48 A 96 A 
Req = 12Ω 42 A 84 A 167 A 334 A 
Req = 2Ω 250 A 500 A 1000 A 2000 A 
 
As figuras 3.8 e 3.9 definem as formas de onda para circuito aberto e para curto 
circuito respectivamente. A norma define que devem ser disparados 5 pulsos com polari-
dade positiva e negativa considerando um ângulo de disparo de 60° e 240°, em relação ao 





Figura 3.8 - Forma de onda de tensão para circuito aberto na saída do gerador de surtos. 
 
 
Figura 3.9 - Forma de onda de corrente de curto circuito na saída do gerador de surtos. 
A norma n°587 do INMETRO define que medidores de energia elétrica, para te-
rem sua certificação aprovada, devem suportar testes de Classe 4 com impedância de sa-
ída de 2Ω. Estas são as condições mais severas propostas pelo padrão IEC61000-4-5. 
Assim o projeto do medidor de energia elétrica deve considerar circuitos capazes de ab-
sorver a energia do surto sem serem danificado. Dentre todos os testes a que o medidor 
de energia elétrica deve ser submetido este é o teste mais crítico e mais destrutivo. No 
capitulo quatro serão expostas as metodologias desenvolvidas para análise deste surto 




4 ESTRUTURA DO MEDIDOR DE ENERGIA ELÉTRICA INTELIGENTE 
DESENVOLVIDO NESTE TRABALHO 
Na figura 4.1 é possível verificar os principais blocos funcionais do medidor de 













Sistema de aquisição de 
dados Analógicos













Figura 4.1 - Diagrama de blocos do medidor desenvolvido. 
Dentre todos os blocos do medidor, o principal é o sistema metrológico, que é 
responsável pela aquisição e cálculo de todas a grandezas elétricas envolvidas ([37], [38], 
[39]). 
Este estudo teve foco especificamente no desenvolvimento de um algoritmo me-
trológico de alta precisão e baixo consumo computacional, mas também em todos os ou-




4.1 ESTRUTURA DO HARDWARE DO MEDIDOR 
O estudo e o desenvolvimento do medidor de energia elétrica pode ser dividido 
em duas grandes partes: o desenvolvimento do hardware e o desenvolvimento do sof-
tware. No desenvolvimento do hardware pode-se ressaltar dois pontos críticos o projeto 
da fonte de alimentação e o circuito de aquisição de sinais. 
4.1.1 Fonte de tensão de alimentação 
Dentre todos os circuitos presentes no medidor a fonte de tensão de alimentação 
deve ser o mais robusto, pois conforme exposto anteriormente, os testes de compatibili-
dade eletromagnética aplicados a este equipamento são extremante severos e a fonte deve 
suportar todos sem degradação. A fonte de alimentação também deve possuir grande fle-
xibilidade de tensão de alimentação pois dependendo do local de sua instalação e o tipo 
de ligação os níveis de tensão variam. 
Uma característica específica dos medidores é que a fonte de tensão de alimenta-
ção deve ter a capacidade de funcionar com qualquer uma das fases e neutro ou duas 
fases. Isto é necessário para evitar fraudes, pois um dos métodos mais utilizados para 
fraudar o medidor é desligar a fiação do neutro com o objetivo de desligar o medidor. 
Assim a fonte deve ser capaz de fornecer energia para o medidor mesmo sem a presença 
do neutro, característica que é atendida utilizando um retificador de onda completa. 
Outro fator importante é que dependendo da região geográfica de instalação do 
medidor a tensão entre fase neutro pode variar de 110V até 240V, como por exemplo 
Campinas possui tensão fase e neutro de 127V enquanto Mogi Mirim possui tensão fase 
neutro de 220V. 
Devido a estas duas características o projeto da fonte de tensão de alimentação do 
medidor torna-se complexa, considerando que ele deve ser de baixo custo. 
Antes de projetar o circuito chaveador da fonte de alimentação é necessário avaliar 





Utilizou-se uma ferramenta computacional SPICE [40] para simular o comporta-
mento de operação do barramento CC para diferentes condições, o circuito utilizado nas 
simulações é apresentado na figura 4.2. 
 
Figura 4.2 - Circuito para simulação da operação da fonte e determinação da tensão no 
barramento CC. 
O circuito é constituído de uma fonte de tensão real trifásica de 265V de tensão 
de fase (tensão de linha de 460V) que alimenta uma carga capacitiva. 
A tensão do barramento CC (Vcc) possui a forma de onda conforme a figura 4.3 e 
é possível verificar que para a alimentação de 265V de tensão de fase a tensão no barra-





Figura 4.3 - Simulação do valor da tensão do barramento CC (Vcc) para tensão fase 
neutro de 265V. 
Este valor representa o valor máximo de tensão do barramento CC, porém torna-
se necessário simular outras condições de operação anormais. Assim adicionalmente si-
mulou-se o valor de tensão do barramento CC nas condições de: duas fases sem neutro, 
duas fases com neutro e uma fase e neutro conforme as figuras 4.4 a 4.6. 
 






Figura 4.5 - Simulação do barramento CC com condição de duas fases com neutro 
 
 
Figura 4.6 - Simulação do barramento CC com uma fase e neutro. 
Deve-se também analisar o valor de tensão do barramento CC para condição de 
uma instalação monofásica com tensão de fase de 85V, conforme figura 4.7, pois de 
acordo com a norma do INMETRO n°587 [26], o medidor deve funcionar com um valor 
de 80% da tensão nominal. Considerando uma região onde a tensão de fase é de 110V 
(como por exemplo a cidade de São Paulo), o medidor deve iniciar sua operação a partir 





Figura 4.7 - Simulação do barramento CC com uma fase e neutro para tensão de 85V. 
Conforme os resultados das simulações acima mostrados o conversor CC/CC deve 
operar com valores de tensão de 115V até 620V. 
Na situação de máxima tensão não existem chaves eletrônicas de baixo custo dis-
poníveis no mercado nem capacitores com esta classe de tensão, portanto para implemen-
tar o circuito conversor CC/CC é necessário implementar um pré-regular capaz de manter 
a tensão CC dentro dos limites suportáveis pelos componentes que é de no máximo 450V 
[41]. 
 O esquema do circuito pré-regulador simulado pode ser visualizado na figura 4.8, 






Figura 4.8 - Circuito retificador com pré regulador. 
Ao introduzir o circuito pré-regular pode-se verificar, conforme figura 4.9, que a 
tensão sobre a carga, nunca excederá o valor de 400V, o que está dentro da faixa de ope-
ração do capacitor. 
 
 




Adicionalmente as simulações de tensão em regime permanente, a fonte de ali-
mentação também deve ser capaz de suportar surtos de tensão para atender a norma n°587 
[26]. 
Para avaliar o comportamento do MOSFET no evento de um surto, simulou-se o 
teste IEC61000-4-5, conforme circuito ilustrado pela figura 4.10, para avaliar a potência 
instantânea dissipado no MOSFET. 
 
Figura 4.10 - Circuito para simular o impacto do surto sobre o MOSFET. 
Simulou-se um impulso combinado (IEC 61000-4-5), com a forma de onda con-
forme figura 4.11, com tensão de pico de 4kV, com impedância de saída de 2Ω, conforme 
exigido pela norma INMETRO n°587. Este impulso foi conectado na entrada da fonte de 






Figura 4.11 - Forma de onda da simulação de impulso combinado conforme padrão IEC 
61000-4-5. 
Após a simulação inicial, conforme figura 4.12, verificou-se que a potência má-
xima instantânea as ser dissipado sobre o MOSFET é de aproximadamente de100kW e 
considerando a largura do pulso conforme a norma IEC 61000-4-5 de 50µs, a energia que 
o MOSFET deve dissipar é de aproximadamente 5J. Considerando o MOSFET do modelo 
STD4NK80Z da fabricante ST eletronics, utilizado na pesquisa, a energia máxima de 
avalanche que o componente pode dissipar é de 190mJ, assim nestas condições o MOS-
FET seria danificado permanentemente no evento de um surto. 
 
Figura 4.12 - Potência dissipada no MOSFET no evento de um surto de 4kV. 
Para evitar que o MOSFET seja destruído é necessário implementar uma proteção 




figura 4.13, onde se utiliza uma proteção série, que é composta por um filtro RL, para 
atenuar a energia dissipada sobre o MOSFET [42]. 
 
Figura 4.13 Circuito com proteção série. 
  
O circuito de proteção série é composto de um filtro em modo comum de 10mH 
em série com um resistor de 33Ω (R11), juntamente com um varistor em paralelo com a 
fonte de alimentação. O resultado da utilização deste filtro pode ser verificado no gráfico 
da figura 4.14, onde a potência máxima sobre o MOSFET é de aproximadamente 850W. 
Considerando a largura do pulso de 50µs, a energia dissipada sobre o MOSFET será de 





Figura 4.14 Potência dissipada pelo MOSFET durante um surto de 4kV. 
Para finalizar o projeto da fonte utilizou-se um circuito chaveador comercial na 
configuração flyback para alimentar os circuitos digitais com tensão de 12V. O projeto 
completo da fonte é mostrado no Anexo A. 
4.1.2 Circuitos e sensores para aquisição de sinais de corrente elétrica e tensão 
O medidor de energia elétrica necessita dos sinais de corrente elétrica e tensão 
para realizar todos os cálculos necessário para a medição de energia elétrica. Desta forma 
torna-se necessário realizar a aquisição destes sinais. O processo de aquisição pode ser 
divido em duas partes: a) circuitos que convertem os sinais medidos para níveis aceitáveis 
pelo circuito elétrico do medidor e b) processo de conversão de sinal analógico para di-
gital para seu posterior processamento. 
4.1.2.1.1 Aquisições dos sinais de tensão 
O circuito de aquisição de tensão, conforme figura 4.15 é composto por um divisor 
de tensão de forma a atenuar o sinal para níveis de tensão adequados para o circuito de 




Posteriormente ao divisor resistivo é implementado um filtro antiserrilhamento, 
de forma a impedir frequências elevadas para a conversão analógico digital.  
 
Figura 4.15 - Circuito de acondicionamento dos sinais de tensão. 
O filtro antiserrilhamento deve ser projetado para atenuar os sinais acima da me-
tade da taxa de amostragem, conforme o teorema de Nyquist [43], que neste projeto é de 
1024Hz, a resposta em frequência do filtro pode ser observada pela figura 4.16. 
 




4.1.2.1.2 Aquisições dos sinais de corrente elétrica 
 
O sensor utilizado nesta pesquisa para realizar a aquisição de corrente elétrica foi 
o transformador de corrente (TC). Este dispositivo permite gerar uma corrente elétrica no 
secundário proporcional a corrente elétrica do primário, sem a necessidade de uma cone-
xão elétrica [44]. 
Este método de medição é eficiente e de baixo custo tornando-se um ótimo candi-


























De forma semelhante pode-se realizar a medição de corrente elétrica através de 
um resistor shunt, onde um resistor é inserido em série com o condutor principal de forma 
a ocorrer uma pequena queda de tensão sobre o resistor o qual é realizado a medição. 
A principal vantagem deste sensor frente ao transformador de corrente é o seu 
custo e simplicidade, porém este tipo de sensor por ser um elemento resistivo possui uma 
grande dissipação de energia para altas correntes elétricas e também se torna impraticável 
para caso de medidores polifásicos pois os circuitos não são isolados galvanicamente. 
Devido a essas desvantagens não se torna praticável utilizar sensores shunt para o 
desenvolvimento de medidores de energia elétrica inteligente e sim o transformador de 
corrente. 
De forma simplificada pode-se modelar o transformador de corrente como uma 
fonte de corrente alternada, conforme figura 4.17. É necessário usar uma rede de resisto-
res, denominados resistores burden, responsáveis por converter o valor de corrente elé-
trica para tensão para ser facilmente medida. 
 
Figura 4.17 - Circuito de acondicionamento dos sinais de corrente elétrica. 
Da mesma forma que no circuito de tensão, é necessário incluir um filtro antiser-
rilhamento para bloquear as altas frequências do sinal de corrente elétrica. A figura 4.18 






Figura 4.18 - Resposta em frequência do filtro antiserrilhamento do circuito de corrente 
elétrica do medidor. 
4.2 ESTRUTURA DO SOFTWARE DO MEDIDOR 
4.2.1 Sistema de medição 
O ponto fundamental do sistema de medição desenvolvido é a precisão final al-
cançada e o fato dele ser implementado em um processador de baixo custo (microcontro-
lador com custo inferior a USD5,00). No sistema metrológico são explicados o princípio 
de aquisição de dados e os blocos de condicionamento de sinal bem como o método para 
o cálculo de todas as grandezas elétricas medidas. 
4.2.1.1 Sistema metrológico 
O sistema metrológico desenvolvido permite realizar a medição das seguintes 
grandezas: a) corrente elétrica (valor eficaz por fase), b) tensão (valor eficaz por fase), c) 
frequência por fase, d) potência ativa (total e por fase), e) potência reativa (total e por 
fase), f) potência aparente (total e por fase), g) fator de potência (total e por fase), h) 




4.2.1.2 Sistema de aquisição de dados analógicos 
Um dos principais sistemas para o funcionamento de qualquer sistema de proces-
samento digital de sinais é o processo de aquisição e conversão de dados analógicos em 
digitais. 
Para alcançar o objetivo proposto necessita-se de um sistema de aquisição de da-
dos de baixo custo e que não requer um volume elevado de processamento do microcon-
trolador. 
Para o cálculo de todas as grandezas elétricas medidas os únicos sinais que neces-
sitam ser aquisitados são os sinais de tensão e de corrente elétrica. 
Os principais sub blocos do sistema de aquisição de dados analógicos são: a) sen-
sores de corrente e de tensão, b) conversor analógico digital e c) filtros digitais. 
4.2.1.2.1 Sensores de aquisição de corrente e de tensão 
Conforme item anterior o sensor de corrente elétrica utilizado na pesquisa foi o 
transformador de corrente, que possui como vantagens o baixo custo e a isolação galvâ-
nica, porém existem desvantagens na utilização do TC que devem ser compensadas para 
realizar a medição de energia elétrica. 
A desvantagem da utilização do transformador de corrente como sensor de cor-
rente elétrica está na adição de um componente contínuo e um deslocamento de fase no 
sinal, porém estes impactos podem ser solucionados via implementações de software 
mantendo ainda assim o alto custo-benefício deste sensor. 
A figura 4.19 mostra graficamente o impacto do transformador de corrente onde 
se vê a curva de tensão v(t), a de corrente elétrica real i(t) real e a de corrente elétrica 
medida i(t) medida. Como se pode verificar o sinal medido possui um nível contínuo Icc 





Figura 4.19 -Impacto do TC no sinal da corrente elétrica. 
Diferente do circuito de medição de corrente elétrica o circuito de medição de 
tensão é constituído por um divisor resistivo, assim não existe nenhum deslocamento de 
fase do sinal, não sendo necessário realizar nenhuma correção adicional por software. 
4.2.1.2.2 Sistema de conversão analógico digital 
Antes de aplicar qualquer filtro e correção nos sinais aquisitados é necessário re-
alizar a conversão dos valores analógicos em digitais. Para tal é necessário usar a teoria 
de amostragem de sinais digitais [43].  
O primeiro ponto a ser definido é a taxa de amostragem, a qual irá refletir no 
projeto do filtro analógico antiserrilhamento. Para este equipamento não há interesse em 
análise de harmônicas de ordem elevada. Sendo assim, não é necessária uma taxa de 
amostragem elevada. Com esta premissa foi adotada como frequência máxima de inte-
resse 1024Hz, pois permite uma avaliação até a 17° harmônica, além de ser uma frequên-
cia definida como 210, o que reduz drasticamente a necessidade de cálculos pois uma 
divisão ou multiplicação por um número em base dois pode ser executado com um rota-
cionamento de um número inteiro.  
Portanto, de acordo com o teorema Nyquist [43], a taxa de amostragem deve ser 
de 2048Hz e há necessidade de implementação de um filtro para evitar frequências acima 
desse valor, conforme exposto nos itens 4.1.2.1.1 e 4.1.2.1.2. 
Durante o processo de amostragem é possível realizar a correção do defasamento 
fase causado pelo TC, pois isto tem um grande impacto na medição de potência em casos 




A correção do defasamento angular é realizada introduzindo um atraso entre a 
aquisição dos sinais de corrente elétrica e de tensão pois, no domínio digital um atraso 
entre amostras representa no domínio do tempo um defasamento angular [43]. 
Assim com este atraso na aquisição das amostras é possível corrigir o desloca-
mento de fase do transformador de corrente. 
4.2.1.2.3 Filtros digitais 
A última etapa de condicionamento de sinais é a implementação dos filtros para 
remoção de nível contínuo, tarefa que é realizada através de um filtro passa baixas. 
O filtro passa baixas utilizado neste projeto, obtido após estudos de diferentes to-





1 −  0.99998474𝑧−1
         
(4.1) 
A resposta em frequência deste filtro é visualizada na figura 4.20. Pode-se verifi-
car que este filtro possui uma forte atenuação para frequências diferentes de zero e atenu-
ação nula para nível contínuo. Desta forma após passar por este filtro o sinal da saída é 
exatamente no nível contínuo do sinal original, que então é subtraído do sinal original. 
 




4.2.1.3 Cálculo das grandezas elétricas 
Os cálculos realizados pelo medidor de energia elétrica desenvolvido neste traba-
lho estão em de acordo com o padrão ANSI C12.24 [38] e IEEE Std 1459-2010[45]. 
4.2.1.3.1 Medição de corrente elétrica e tensão eficazes 
O cálculo da corrente elétrica eficaz e da tensão eficaz, a partir dos dados aquisi-
tados, são realizados utilizando-se as expressões: 
 
 
𝐼𝑒𝑓 =  √
∑ 𝑖2(𝑛)𝑁° 𝑎𝑚𝑜𝑠𝑡𝑟𝑎𝑠𝑛=1
𝑁° 𝑎𝑚𝑜𝑠𝑡𝑟𝑎𝑠
    
(4.2) 
 





4.2.1.3.2 Medição de potência aparente (S) 
O cálculo da potência aparente é realizado através da equação 4.4 e ocorre poste-
riormente ao cálculo da corrente elétrica e da tensão eficazes (Ief e Vef). 
 
 𝑆 =  𝐼𝑒𝑓 𝑥 𝑉𝑒𝑓 (4.4) 
 
4.2.1.3.3  Medição de fator de potência (FP) 











4.2.1.3.4 Medição da frequência 
O cálculo da frequência consiste em medir-se o inverso do intervalo de tempo de 
dois cruzamentos sucessivos por zero [46]. 
Desta forma para realizar o cálculo da frequência é necessário verificar o cruza-
mento pelo zero (zero crossing) e contar-se o tempo (período) até o próximo cruzamento 
por zero. 
Esta verificação pode ser realizada de duas formas: via hardware, onde um circuito 
monitora o valor da tensão e capta a saída no cruzamento por zero, ou por software, onde 
é necessário realizar uma interpolação para determinar o cruzamento por zero. 
Foram realizados estudos para avaliação da melhor metodologia para a implemen-
tação do sistema de cruzamento por zero e adotou-se o cálculo do cruzamento via sof-
tware visto que, mesmo à custa de uma maior complexidade de desenvolvimento inicial, 
uma vez implementado, o custo do cálculo de cruzamento por zero realizado por software 
é muito menor do que o realizado por hardware. 
O princípio de funcionamento do cruzamento por zero por software consiste em 
monitorar as amostras digitais.  
Quando uma mudança do sinal da amostra (de negativo para positivo) for encon-
trada deve-se realizar uma interpolação para determinar o valor preciso do cruzamento 






Figura 4.21 - Cruzamento pelo zero. 
Antes de realizar o cálculo é importante verificar se não houve uma variação 
brusca na tensão, devido à ruídos ou surto, pois este efeito pode acarretar numa medição 
de frequência imprecisa. Para mitigar este problema implementou-se uma função que mo-
nitora a diferença entre os valores de duas amostras consecutivas. Caso este valor seja 
maior que um limiar, determinado experimentalmente, ignora-se esta amostra aguardando 
o próximo valor, caso a diferença da nova aquisição esteja dentro do limiar é realizado a 
interpolação com esta nova amostra. 
Na figura 4.21 verifica-se o caso onde ocorre um ruído na leitura, como a diferença 
entre as amostras [2] e [3] é muito maior do que o esperado (o valor da amostra [3] deveria 
ser menor do que o da amostra [5]) ignora-se esta amostra e este processo é repetido até 
a aquisição de um dado válido, neste exemplo é a amostra [5], que é utilizada para realizar 
a interpolação. 













É importante ressaltar que este método de cálculo de frequência só serve para si-
nais senoidais e bem comportados. 
4.2.1.3.5  Cálculo da potência ativa 
O cálculo da potência ativa é feito pela equação 4.7. 
 
 
𝑃 =  




Onde v(n) e i(n) são os valores das amostras de tensão e corrente elétrica respec-
tivamente. 
4.2.1.3.6  Cálculo da potência reativa 
Dentre todas a grandezas elétricas a serem medidas o cálculo da potência reativa 
é o mais complexo, e é o que demanda maior processamento. 
Existem várias abordagens para realizar o cálculo da potência reativa ([47], [48], 
[49]). O método mais simples consiste em utilizar o triângulo das potências, onde é pos-
sível calcular a potência reativa em função da potência aparente e da potência ativa, como 
pode ser verificado na equação 4.8. 
 
 𝑄 =  √𝑆2 −  𝑃2 (4.8) 
 
A grande vantagem deste método é a sua simplicidade, porém ele possui grandes 
limitações. Em primeiro lugar este método apenas retorna o valor da potência reativa 
não sendo possível determinar se ela é indutiva ou capacitiva, em segundo lugar para a 
utilização deste método é necessário que a tensão e a corrente elétrica não tenham con-
teúdos harmônicos, o que não acontece na prática [50]. 
De forma genérica, e de acordo com as normas ANSI C12.24, IEC 62056-11 e 
IEEE Std 1459 ([38], [51], [45]), a potência reativa pode ser definida conforme a equa-






𝑄 =  







Onde v90°(n) é o valor da amostra de tensão defasado de 90°em relação ao sinal de 
tensão real e i(n) o valor da amostra de corrente elétrica. 
O cálculo de potência reativa é muito parecido com o cálculo de potência ativa. A 
única diferença é que a tensão utilizada no cálculo deve ser defasada de 90° e é exata-
mente neste processo de defasamento que se encontra a grande complexidade deste cál-
culo. 
Nesta pesquisa desenvolveu-se uma abordagem inovadora para o cálculo do defa-
samento de 90° da tensão para aplicações com limitação de processamento em tempo real, 
como no caso de microcontroladores, utilizando um filtro passa baixas de primeira ordem. 
O método ideal para o defasamento de 90°, que é a transformada de Hilbert (que 
não pode ser implementada na prática devido ao seu número infinito de coeficientes), e o 
método desenvolvido neste trabalho usando as referências ([52], [53]). 
A transformada de Hilbert [54] possui a característica de deslocar todas a frequên-
cias de um sinal em 90° sem amplificar ou atenuar a magnitude do sinal. A função de 
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Figura 4.22 - Resposta em frequência da transformada de Hilbert. 
Para implementação da transformada de Hilbert, o primeiro passo é determinar a 










, 𝑛 ≠ 0 𝑒 𝑛 ∈ 𝑍 
0, 𝑛 = 0
 
(4.11) 
O primeiro ponto que se pode perceber na equação 4.11 é que a resposta ao im-
pulso da transformada de Hilbert se estende para infinito em ambas as direções, con-
forme ilustrado na figura 4.23. 
 
 




Devido à esta característica da transformada de Hilbert não é possível imple-
mentá-la na prática sem uma aproximação. Assim é necessário utilizar-se um filtro de 
resposta ao impulso infinito (FIR) para limitar os coeficientes da resposta ao impulso 
[43]. 
Outro ponto que deve ser levado em consideração na implementação do filtro é 
que deve ser introduzido um atraso da função impulso de forma a tornar o sistema causal. 
Este método é muito complexo para ser implementado em um microcontrolador 
de baixo custo, sendo necessário outra abordagem para implementação do algoritmo de 
defasamento. 
O método desenvolvido nesta pesquisa consiste em utilizar um filtro FIR de pri-
meira ordem para realizar um deslocamento fracionário do sinal de tensão, permitindo 
utilizar a abordagem de um atraso de amostras, sem o problema proveniente do arredon-
damento. 
O método de atraso de amostras consiste no fato que um atraso de uma amostra 
no domínio digital corresponde a um deslocamento de fase no domínio da frequência, 
conforme as propriedades da transformada discreta de Fourier [43]. 
 
 𝑥[𝑛 − 𝑚0] ↔ e
−j𝑚0ɷX(𝑒𝑗ɷ) (4.12) 
 
Como exemplo, para uma frequência de 60Hz, o número de amostras por ciclo 
pode ser determinado a partir da frequência de amostragem, que neste projeto é de 2048 
Hz, sendo assim, usando a equação 4.13, pode-se verificar que o número de amostras por 
ciclo é de 34,13. Desse modo para realizar um defasamento de 90° (que representa ¼ de 
360°) deve-se dividir o número de amostras por ciclo por 4, devendo o vetor de tensão 
ser deslocado de 8,53 amostras. Como o número de amostras é um número inteiro o des-















O problema deste método está exatamente na impossibilidade de se realizar um 
deslocamento fracionário, pois o número de amostras é sempre inteiro, o que implica que 




reativa, sendo necessário implementar um algoritmo para realizar o deslocamento fracio-
nário. 
 
Figura 4.24 - Efeito do deslocamento inteiro do sinal digital. 
Este efeito pode ser mais bem visualizado pela figura 4.24, qua (a) mostra o sinal 
de tensão v(t) original e o sinal v90(t) que deve ser o resultado do defasamento do sinal 
v(t) de 90°. A figura 4.24 (b) mostra o sinal tensão v(t) e o sinal x[n] após a aquisição 
digital a uma taxa de amostragem de 2048 Hz e a figura 4.24 (c) ilustra o sinal v90(t) e o 
sinal x[n-9] encontrado após o deslocamento inteiro de 9 amostras do vetor x[n]. 
Pode-se verificar pela figura 4.24(c) que existe um erro entre o sinal x[n-9] e o 
sinal v90(t). Isto deve-se ao fato de não ser possível realizar um atraso fracionário de 
8,53 amostras, apenas um atraso inteiro de 9 amostras. 
O método desenvolvido soluciona este problema ao passar o sinal com um des-
colamento inteiro, como no exemplo acima x[n-9], por um filtro FIR de primeira ordem 
para corrigir o atraso fracionário. 
O princípio deste método consiste em utilizar a característica de defasamento li-
near do filtro FIR para corrigir este atraso fracionário (D), no caso do exemplo acima o 
atraso fracionário D é de 0,53 amostra. Porém como consequência deste método é que o 
filtro FIR também irá atuar na magnitude do sinal sendo necessário realizar uma correção 







v(t) Sinal original de tensão
v90(t) Sinal de tensão defasado de 90°
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x[n-9] sinal amostrado defasado em 9 amostras





do módulo logo após o cálculo do filtro para manter ganho unitário, pois o objetivo deste 
filtro é apenas atuar na fase do sinal e não em sua magnitude. 
A equação 4.14 representa o filtro FIR de primeira ordem [43], com β sendo o 
coeficiente do filtro. 
 
 𝑦[𝑛] = 𝑥[𝑛] +  𝛽𝑥[𝑛 − 1] (4.14) 
 
Através da equação 4.14 aplicando-se a transformada discreta de Fourier é possí-
vel calcular a resposta em frequência do filtro dada pela equação 4.15. 
 
 𝐻(𝑒𝑗ɷ) = 1 + 𝛽 cos ɷ − 𝑗𝑠𝑒𝑛 ɷ (4.15) 
 
O ganho do filtro pode ser calculado pelo módulo de H(ejɷ), que é calculado na 
equação 4.16, e o deslocamento em amostras fracionárias (D), pode ser calculado pela 
derivada da fase de H(ejɷ) conforme equação 4.17. 
 
 A(ɷ)  = |𝐻(𝑒𝑗ɷ)| =  √1 + 2𝛽 cos ɷ +  𝛽2 (4.16) 
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Rearranjando a equação 4.17, pode-se calcular β em função do deslocamento D 
necessário, que é dado por: 
 
 
𝛽 =  − 


















Após esta análise do filtro FIR é necessário realizar a sua implementação no sis-
tema embarcado. Porém as equações apresentam grande complexidade e não podem ser 
resolvidas em tempo real. Adotou-se uma abordagem de utilização de tabelas de disper-
são, onde foram calculados todos os valores de β e do ganho para frequências entre 45 Hz 
e 65Hz, permitindo uma margem de segurança muito elevada quando em operação em 
uma rede de distribuição real, tanto operando em 50Hz como em 60Hz. 
 
4.3 SISTEMA DE COMUNICAÇÃO 
O sistema de comunicação é uma das funcionalidades mais importante do medidor 
de energia elétrica inteligente pois é através deste sistema que o medidor troca informa-
ções com o ambiente externo. 
Nesta pesquisa pode-se destacar dois sistemas de comunicação, um sistema de 
comunicação local, desenvolvido para comunicar com coletores de dados (handheld), e 
um sistema remoto, projetado para comunicar com rede do tipo AMI (Advanced Meter 
infrastructure). 
4.3.1 Sistema de comunicação local. 
 
O sistema de comunicação local permite coleta de dados do medidor através de 
conexão física com o equipamento. Este tipo de sistema já é utilizado há vários anos pelas 
concessionárias de energia elétrica no mundo inteiro. 
Este sistema consiste em um receptor e transmissor infravermelho colocado no 
medidor mais um transmissor e receptor conectado ao coletor de dados que permite a 
troca de informações com o medidor. 
Porém, considerando a situação dos medidores instalados no Brasil, verificou-se 
que esta solução não é adequada à realidade, pois normalmente os medidores de energia 
elétrica ficam instalados em gabinetes que são lacrados, que impedem o acesso físico ao 
medidor.  
Devido a esta característica na instalação dos medidores no Brasil foi desenvol-
vido um sistema que permite a comunicação local, porém a curta distância (até 2m). 
Este sistema pode ser utilizado em substituição ao sistema antigo, por exemplo no 
caso em que a concessionária não possua uma infraestrutura de telemedição ou mesmo 
no caso de uma contingência com a rede de telecomunicação remota, ainda é possível 




A comunicação local é baseada no padrão de comunicação via infravermelho 
(IrDA), que permite distâncias de até dois metros. 
Porém ainda foi mantido o padrão antigo de comunicação pois, mesmo no Brasil 
muitas concessionárias possuem hardware para este tipo de conexão. Desta forma com 
está inovação foi adicionada maior flexibilidade para a distribuidora, porém mantendo o 
padrão antigo de comunicação, o sistema de comunicação local é mostrado pela figura 
4.25. 
 
Figura 4.25 - Sistema de comunicação local. 
4.3.2 Sistema de comunicação remoto. 
 
O sistema de comunicação remoto é o que permite a implementação das redes 
elétricas inteligentes, pois sem a comunicação em tempo real fica impossível realizar um 
controle avançado da rede de distribuição de energia elétrica. 
O sistema de comunicação desenvolvido permite utilizar qualquer uma das tecno-
logias de telecomunicações apresentadas no capítulo 2, como RF ou PLC. 





Figura 4.26 - Barramento multitarefa. 
O barramento permite a conexão de módulos que utilizam sistemas UART, SPI e 
I2C, que são os tipos mais comuns de conexão entre circuitos integrados. Além desta es-
trutura física de comunicação o barramento possui diferentes níveis de tensão para ali-
mentação, bem como a conexão direta com uma das fases do medidor fundamental para 
a utilização da tecnologia PLC (Power Line Communication) [55]. 
Este barramento se conecta com um módulo de comunicação que pode ser retirada 
do medidor e substituído por outra tecnologia, conforme ilustrado na figura 4.27. 
 




Com esta funcionalidade a distribuidora de energia elétrica pode utilizar qualquer 
tecnologia de comunicação sem estar atrelada ao equipamento, o que permite maior fle-
xibilidade e até redução de custo, pois a implementação da rede de comunicação e insta-
lação dos medidores podem ser realizadas de forma independente, sendo possível substi-





5 RESULTADOS EXPERIMENTAIS 
Finalizado a parte de pesquisa e projeto, iniciou-se a fase de testes do equipamento 
desenvolvido. A parte experimental consiste em duas etapas: primeiro os testes de preci-
são do algoritmo metrológico e segundo os testes do comportamento do equipamento 
quando submetidos a transitórios elétricos conforme o padrão IEC61000-4. 
Os testes de precisão foram realizados em todas as fases do desenvolvimento para 
garantir a qualidade da medição e, por sua menor complexidade de execução, devido a 
necessidade apenas de uma bancada de calibração que estava disponível no laboratório. 
Os testes de compatibilidade eletromagnética, por serem mais sofisticados neces-
sitam de equipamentos específicos para cada teste a ser realizado. 
A seguir apresenta-se, em mais detalhes, o arranjo de testes bem como os testes 
executados e seus resultados. 
 
5.1 TESTES DE PRECISÃO DA MEDIÇÃO 
O medidor de energia elétrica por se tratar de um equipamento de metrologia legal 
e oficial, necessita ter uma precisão dentro dos limites impostos pela norma n°587 con-
forme exposto no capítulo 3. 
Para garantir que o medidor esteja dentro da faixa de precisão aceitável é neces-
sário um equipamento que seja capaz de gerar cargas eletrônicas e de permitir medições 
dessa carga, através de um medidor padrão, a fim de comparar os resultados com a medi-
ções realizadas pelo medidor em teste para determinar o erro da medição. 
De acordo com a norma n°587 medidor padrão do equipamento de calibração deve 
ter uma precisão pelo menos três vezes melhor do que do equipamento em teste. Para os 
testes experimentais utilizou-se o equipamento RT 3303B da fabricante ROWWIN, con-





Figura 5.1 - Equipamento utilizado para testes experimentais. 
O equipamento de calibração é capaz de simular vários tipos de cargas elétricas 
alternada e simultaneamente calcular o erro de medição entre a sua medição e a do medi-
dor em teste. 








Tabela 5.1 - Caracteristicas do equipamento de calibração utilizada. 
Grandezas Valores 
Tensão de saída  30 a 300V 
Corrente elétrica 0,001 a 100A 
Fator de potência -1,0 a 1,0 
Frequência  45 a 65Hz 
Precisão  0,05% 
 
Para realizar a medição dos erros o equipamento de calibração é capaz de simular 
uma carga que será medida tanto pelo medidor em teste como pelo medidor de alta pre-
cisão já integrado ao equipamento de calibração. Para calcular o erro do medidor em teste 
o equipamento necessita de algum tipo de informação do medidor em teste para comparar 
o seu valor com o valor medidor de alta precisão.  
Para alcançar este objetivo no desenvolvimento do medidor implementou-se um 
diodo emissor de luz (LED) que pulsa a cada Wh acumulado pelo medidor. Desta forma, 
através de um sensor óptico o equipamento de calibração pode determinar quanto de ener-
gia que o medidor está medindo, e comparar com os valores medidos pelo medidor de 
alta precisão da bancada de calibração. A figura 5.2 mostra o sensor óptico que realiza a 





Figura 5.2 -Sensor óptico para determinar o erro da medição. 
Através deste arranjo de testes foram realizadas várias medições com diferentes 
valores de cargas para determinar o erro do medidor construído em diferentes condições 
Inicialmente foram realizados os testes para determinar a precisão do algoritmo 














Tabela 5.2 - Erros experimentais da medição de potência ativa para frequência de 60Hz 
e tensão de 127V. 
Tensão (V) Corrente 
(A) 
Fator de potência Frequência 
(Hz) 
Erro 
127 0,75 1 60Hz -0,06% 
127 0,75 0,5 capacitivo 60Hz -0,22% 
127 0,75 0,5 indutivo 60Hz -0,1% 
127 15 1 60Hz -0,06% 
127 15 0,5 capacitivo 60Hz -0,14% 
127 15 0,5 indutivo 60Hz -0,05% 
127 60 1 60Hz -0,05% 
127 60 0,5 capacitivo 60Hz -0,01% 
127 60 0,5 indutivo 60Hz -0,19% 
 
Após os testes de precisão de medição de energia ativa, foram realizados os testes 
para a precisão do algoritmo de medição de potência reativa. Os resultado e valores tes-
tados podem ser visualizados na tabela 5.3. 
Tabela 5.3 - Erros experimentais da medição de potência reativa para frequência de 
60Hz e tensão de 127V. 
Tensão (V) Corrente 
(A) 
Fator de potência Frequência 
(Hz) 
Erro 
127 0,75 0 indutivo 60Hz -0,095% 
127 0,75 0,5 capacitivo 60Hz -0,22% 
127 0,75 0,5 indutivo 60Hz -1,049% 
127 15 0 indutivo 60Hz -0,06% 
127 15 0,5 capacitivo 60Hz -0,07% 
127 15 0,5 indutivo 60Hz -0,14% 
127 60 0 indutivo 60Hz 0,01% 
127 60 0,5 capacitivo 60Hz -0,06% 





A sequência de testes acima completa todos os testes necessários referentes à pre-
cisão do medidor de energia elétrica projetado e construído, conforme a norma n°587. 
5.2 TESTES DE COMPATIBILIDADE ELETROMAGNÉTICA 
Outro conjunto de testes fundamentais para o medidor de energia elétrica são os 
testes referentes à compatibilidade eletromagnética, conforme os padrões IEC61000-4. 
O medidor de energia elétrica, para ter sua aprovação para instalação em campo, 
deve atender os seguintes padrões: IEC61000-4-2, IEC 61000-4-4 e IEC 61000-4-5. 
Desta forma montou-se três conjuntos de testes para garantir a robustez do medidor de 
energia elétrica desenvolvido. 
A sequência de testes realizados foram: 1) IEC 61000-4-2, teste de descarga ele-
trostática, 2) IEC 61000-4-4, teste de transitórios rápidos e 3) IEC 61000-4-5, teste contra 
surtos de tensão. 
Esta sequência foi escolhida em função da energia do pulso em cada teste, inici-
ando-se pelo de menor energia até os testes de maior energia. Seguindo esta sequência 
inicia-se pelos testes menos destrutivos até os testes mais destrutivos preservando-se as-
sim o equipamento durante os testes. 
5.2.1 Teste IEC 61000-4-2 Descarga eletrostática 
O teste de descarga eletrostática, consiste em disparar um pulso que simula uma 
descarga eletroestática de um dedo humano em vários pontos do equipamento em teste e 
determinar se ocorre alguma variação no seu desempenho. 
Para este teste utilizou-se o simulador de descargas eletrostáticas da fabricante 
Schaffner modelo NSG423. O arranjo de teste pode ser verificado através da figura 5.3, 
onde o medidor é colocado em um plano condutor aterrado através de uma impedância 





Figura 5.3 -Arranjo de testes de descarga eletrostática. 
Para o teste foram escolhidos os pontos de descarga conforme a figura 5.4, que 
representam os pontos mais críticos do equipamento, pois estes pontos possuem ligação 
elétrica com o medidor, de forma que um pulso disparado nestas posições será dissipado 
para o terra através do circuito interno. 
É importante ressaltar que durante todos os testes de compatibilidade magnética 
não é possível conectar nenhum equipamento de instrumentação como multímetros e os-
ciloscópio, pois os testes podem danificar o próprio equipamento de instrumentação. 
 
Figura 5.4 - Pontos de teste para descarga eletrostática. 
Como critério de aprovação foi utilizado a condição de “reset”, que consiste em 
uma interrupção no fluxo de execução do programa acarretando em um mal funciona-
mento. Neste caso o medidor seria considerado reprovado. Caso a operação não sofra 




mostrados na figura 5.4, foram disparados 10 pulsos com um intervalo de 1 segundo entre 
eles, para as polaridades positivas e negativas. Os resultados do teste de descarga eletros-
tático podem ser verificados na tabela 5.4. 
Tabela 5.4 Resultado do teste IEC 61000-4-2. 
Tensão (kV) Polaridade Resultado 
6 Positiva Aprovado 
7 Positiva Aprovado 
8 Positiva Aprovado 
9 Positiva Aprovado 
10 Positiva Aprovado 
6 Negativa Aprovado 
7 Negativa Aprovado 
8 Negativa Aprovado 
9 Negativa Reprovado 
10 Negativa Reprovado 
 
A norma exige que o equipamento não sofra qualquer variação de comportamento 
até os valores de 8kV, portanto para os testes acima o equipamento é considerado como 
aprovado, de acordo com a norma n°587, mesmo que tenha falhado nos testes de 9kV e 
10kV. 
5.2.2 Teste IEC 61000-4-4 Transitórios elétricos rápidos 
Para o teste IEC 61000-4-4 conectou-se o medidor ao gerador de transitórios elé-
tricos rápidos, do modelo NSG 3040 da fabricante Teseq, e realizou-se os testes para 
vários valores de tensão com polaridade positiva e polaridade negativo. Para cada uma 
das polaridades o medidor foi submetido a 1 minuto de distúrbios. Utilizou-se como con-
dição de aprovação o mesmo critério do teste de descarga eletrostática. Os resultados do 




Tabela 5.5 - Resultado do teste IEC 61000-4-4. 
Tensão (kV) Polaridade Resultado 
2 Positiva Aprovado 
3 Positiva Aprovado 
4 Positiva Aprovado 
2 Negativa Aprovado 
3 Negativa Aprovado 
4 Negativa Aprovado 
5.2.3 Teste IEC 61000-4-5 Surto de tensão 
O último teste realizado com o medidor de energia elétrica foi o teste de imunidade 
a surtos elétricos. Como este distúrbio possui alta energia, caso ocorra qualquer falha 
durante o teste, existe grande probabilidade de alguns componentes serem danificados 
permanentemente. 
Para este teste utilizou-se o mesmo equipamento do teste de transitórios elétricos 
rápidos, o equipamento modelo NSG3040 da fabricante Teseq, com polaridade positiva 
e negativa e com um ângulo de disparo de 60° e 240°, para diferentes valores de tensão. 
Este sinal possui alta energia e tem a capacidade de destruir a fonte de alimenta-
ção. Como condição de aprovação no teste o medidor deve continuar funcionando nor-
malmente após os disparos determinados pela norma IEC61000-4-5. 
Foram utilizados 5 pulsos espaçados de 60 segundos entre si, totalizando 20 pul-
sos.  
De acordo com a portaria do Inmetro n° 587, o medidor deve suportar a classe de 
tensão de 4kV, porém o teste foi realizado para diferentes valores de tensão. Os resultados 







Tabela 5.6 Resultado do teste IEC 61000-4-5. 
Tensão (kV) Polaridade Ângulo disparo Resultado 
3 Positiva 60° Aprovado 
4 Positiva 60° Aprovado 
4.4 Positiva 60° Aprovado 
3 Positiva 240° Aprovado 
4 Positiva 240° Aprovado 
4.4 Positiva 240° Aprovado 
3 Negativa 60° Aprovado 
4 Negativa 60° Aprovado 
4.4 Negativa 60° Aprovado 
3 Negativa 240° Aprovado 
4 Negativa 240° Aprovado 







Este trabalho estudou as tecnologias necessárias para o início das implantações de 
redes elétricas inteligentes, focando especificamente no desenvolvimento de um medidor 
de energia elétrica inteligente que é o equipamento fundamental para início da implemen-
tação massiva.  
Como objetivo este estudo teve a construção de um medidor de energia elétrica, 
que além de funcionalidades técnicas, pudesse ser comercializado buscando, em todo o 
desenvolvimento manter o custo do projeto reduzido 
O primeiro capítulo apresentou uma breve descrição de como funciona um sistema 
de energia elétrica atual e o conceito de redes inteligentes. Foi feita uma breve descrição 
dos fundamentos da rede elétrica inteligente bem como as tecnologias que devem ser 
desenvolvidas para sua implementação. 
O segundo capítulo apresentou os dois conceitos importantes que possibilitam a 
implantação de redes elétricas inteligentes, telecomunicações e segurança, com um estudo 
sobre as tecnologias disponíveis.  
Foi feita uma revisão da literatura e uma análise das tecnologias disponíveis para 
definir quais devem ser os padrões adotados para telecomunicações de redes elétricas 
inteligentes. 
As duas tecnologias mais utilizadas para comunicação são a tecnologia PLC (Po-
werline comunication) e rádio frequência baseado no padrão IEEE 802.15.4. Conclui-se 
que adoção da tecnologia deve ser feita baseado no local da implementação da rede, sendo 
possível até adotar uma solução que utilize as duas tecnologias ao mesmo tempo, afim de 
permitir uma maior robustez a rede de comunicação. Avaliou-se também os principais 
protocolos de rede, transporte e aplicação.  
O protocolo de aplicação possui pouco impacto para a implementação visto que 
sua implementação normalmente é mais simples e pode ser facilmente atualizada, porém 
a escolha dos protocolos de rede e transporte devido à sua maior complexidade deve ser 
feita de forma criteriosa pois qualquer mudança futura poderá impactar em grande custo. 
Pelo estudo realizado pelo autor recomenda-se o uso da pilha TCP/IP como camada de 
rede e transporte pois esta pilha já é amplamente utilizada e assim pode-se reduzir o custo 




Nesse capitulo também foi realizado um estudo sobre os principais algoritmos de 
criptografia, conceito muito importante para o avanço das redes elétricas inteligentes, pois 
caso ocorra algum ataque a rede, as implicações destas ações podem ser desastrosas.  
Deve-se utilizar na implantação das redes elétricas inteligentes tanto cifras simé-
tricas como assimétricas para garantir a segurança. Conforme apresentado deve-se levar 
em consideração o hardware que será implementado o algoritmo para definir a sua esco-
lha, pois existem algoritmos que possuem ótima segurança, porém apresentam um custo 
computacional elevado, como por exemplo, o algoritmo RSA. 
O terceiro capítulo estudou as principais normas vigentes para medidores de ener-
gia elétrica bem com estudou os testes de compatibilidade eletromagnética, a que o me-
didor deve ser submetido. 
No Brasil o medidor inteligente deve ser aprovado pelas portarias n°587, n°586 e 
n°520 do INMETRO para poder ser comercializado. Estas portarias levam em considera-
ção tanto a implementação de software com a implementação de hardware. O equipa-
mento desenvolvido deve ter uma alta precisão, pois se trata de um equipamento de me-
trologia legal. Deve também apresentar mecanismo de segurança para impedir fraude nos 
dados de medição. 
Adicionalmente, ao desenvolvimento do hardware do medidor deve levar em con-
sideração a sua imunidade a interferências eletromagnéticas pois, devido ao lugar de ins-
talação, o medidor está susceptível a transitórios de maior energia, e o equipamento de-
senvolvido deve suportar todos estes fenômenos sem afetar a sua capacidade de medição. 
O quarto capítulo focou no estudo e implementação do comportamento da fonte 
de alimentação e do algoritmo de metrologia. Este capítulo representa a parte mais im-
portante da pesquisa pois explica como foi feita a implementação baseado no estudo dos 
capítulos anteriores. 
Foram realizadas várias simulações do comportamento da fonte de alimentação 
considerando diferentes valores de tensão de linha bem como o seu comportamento em 
um evento transitório. Através de simulações verificou-se que para os valores de tensão, 
o qual a fonte estará sujeita, necessita-se de circuitos adicionais para o seu correto funci-
onamento, pois a classe de tensão, dos componentes existentes no mercado, estão abaixo 
desses valores. Adicionalmente verificou-se a necessidade de implementação de circuitos 




Nesse capítulo também foi exposto toda a teoria por trás dos algoritmos de medi-
ção implementados baseado na teoria de processamento digital de sinais. Dentro do algo-
ritmo de metrologia é fundamental salientar o algoritmo que foi desenvolvido para o cál-
culo de energia reativa, que possui baixo custo computacional, e pode ser implementado 
facilmente em um microcontrolador mantendo a precisão da medição. 
 O quinto capítulo apresenta todos os testes experimentais realizados, focando 
tanto na precisão do algoritmo de medição bem como nos testes de compatibilidade ele-
tromagnética. 
Verificou-se que o algoritmo de metrologia desenvolvido possui precisão muito 
elevada, excedendo a precisão exigida pela norma n°587 para medidores residenciais. A 
precisão alcançada no medidor desenvolvido é equivalente a um medidor classe A, utili-
zado para medição industrial, que é o medidor de maior precisão definido pela norma 
n°587. 
Este capítulo também expõe todos os testes de compatibilidade eletromagnética 
realizados, baseado nas simulações realizadas no capítulo 4.  
O trabalho mostrou os pontos que devem ser considerados no desenvolvimento 
das redes elétricas inteligentes e mostrou que é possível desenvolver um medidor de ener-
gia elétrica inteligente com alta precisão. 
Um fator fundamental para o sucesso desta pesquisa é referente ao custo do equi-
pamento, pois devido a alta quantidade de equipamentos a serem instaladas é fundamental 
que o custo do dispositivo desenvolvido esteja dentro dos valores aceitos pelo mercado, 
que de acordo com a pesquisa realizada pelo Ministério de Minas e Energia este custo é 
de R$620,00 [56]. O equipamento desenvolvido possui um custo estimado de R$500,00 
o qual está dentro da estimativa do valor aceito pelo mercado.  
Toda a pesquisa foi desenvolvida orientada ao desenvolvimento de baixo custo a 
fim de permitir a futura comercialização do equipamento e não apenas uma prova de 





Figura 6.1 - Produto final 
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8 ANEXO A 
Abaixo segue o esquemático completo da fonte de alimentação do medidor desen-
volvido, esta fonte consiste em um pré regular em série com uma fonte chaveada do tipo 
flyback utilizando o CI chaveador da empresa Power Integration modelo TNY286. 
 












Figura 8.3 - Fonte chaveada na configuração flyback 
