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Namen diplomskega dela je opisati potek projektiranja sistemov tehnične zaščite 
objektov. Poudarek je na standardih, ki jih srečamo pri projektiranju teh sistemov, in 
glavnih elementov le-teh. Zaradi obsežnosti področja sem se omejil samo na tri 
najbolj pogoste: protivlomnega, videonadzornega in protipožarnega sistema. Opis se 
ne nanaša na konkreten primer, ampak je zaradi prikaza čim več različnih 
konfiguracij sistemov opisanih več različnih sistemov. 
 








The purpose of this thesis is to describe the course of designing technical systems 
for protection of buildings. The emphasis is on standards, encountered in the design 
of these systems and the main elements of these systems. Due to the extent of this 
area three most common systems are described: anti intruder, video surveillance and 
fire protection system. Description does not refer to a specific example, but in order 
to show as many different configurations, various systems are described.  
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Seznam uporabljenih kratic 
CCD  − charge-coupled device 
CCTV  − televizija zaprtega kroga - closed circuit television 
GSM − standard o mobilnih komunikacijah − global system for mobile 
communications 
IR  − infra rdeč − infrared 
LED  − svetleča dioda − light−emitting diode 
MODT − mehanski odvod dima in toplote 
MW  − mikrovalovi − microwave 
NODT  − naravni odvod dima in toplote 
PGD  − projekt za pridobitev gradbenega dovoljenja 
PID  − projekt izvedenih del 
PoE  − podatki in napajanje preko enega kabla − power over Ethernet 
PZI  − projekt za izvedbo 
UPS  − brezprekinitveno napajanje − uninterruptible power supply 
UTP  − neoklopljena sukana parica − unshielded twisted pair 







Z vse večjim napredkom se veča tudi vrednost poslovnih in proizvodnih prostorov, 
kot tudi opreme le-teh. Takšno premoženje je ogroženo z več strani. Ogrožajo ga 
vandalizem, kraje in požar. Zato se pojavlja vse večja potreba po zaščiti takšnega 
premoženja. Da bi optimalno izvedlo zaščito objekta pred vsemi dejavniki, je 
potrebno kakovostno načrtovanje sistemov tehnične zaščite in pravilna izbira le-te. 
Pri projektiranju je treba upoštevati različne predpise, priporočljiva pa je tudi uporaba 
standardov, ki postanejo obvezni takrat, ko so predpisani z zakoni oziroma predpisi. 
 
Sistemi tehničnega zaščite se po svoji namembnosti delijo na šest skupin: 
 protivlomni sistem, 
 videonadzorni sistem, 
 protipožarni sistem, 
 kontrola pristopa, 
 mehanska zaščita, 
 sistemi za detekcijo eksplozivnih plinov. 
 
 
Protivlomni sistem s pomočjo različnih senzorjev zaznava nepooblaščen vstop na 
varovano območje. Senzorji delujejo po principu različnih fizikalnih pojavov. 
 
Videonadzorni sistem nam s pomočjo kamer omogoča vizualni pregled varovanega 
območja. Možno je tudi snemanje in pregled arhiva, kar omogoča rekonstrukcijo 
dogodkov na območju. Sistem sestavljajo kamere za zajem posnetkov, snemalniki za 
obdelavo, pregled in snemanje posnetkov ter monitorji za prikaz. 
 
Protipožarni sistem preko različnih vrst javljalnikov odkriva požar že v njegovi 
začetni fazi. Pri detekciji požara je pomembno, da se le-tega odkrije čim bolj zgodaj, 
ko še ni razširjen, da se ga lahko uspešno pogasi ob čim manjši škodi. 
 
Kontrola pristopa omejuje vstop in gibanje po objektih. Zasnovana je na 




posamezen prostor oziroma objekt. Sistem omogoča prikaz oseb, ki se trenutno 
nahajajo v objektu, in arhiv njihovega gibanja. Sistem se lahko kombinira z 
registracijo delovnega časa zaposlenih. 
 
Mehanska zaščita je najstarejši sistem zaščite pred vlomom. Dobra mehanska 
zaščita je tudi osnova za kvalitetno zaščito v celoti, saj podaljša čas vstopa 
nepooblaščene osebe v objekt oziroma prostor. 
 
Sistemi za detekcijo eksplozivnih plinov ugotavljajo prisotnost različnih strupenih 






2 Projektiranje protivlomnega sistema 
Namen protivlomnega sistema je opozoriti okolico in pooblaščene osebe o 
nepooblaščenem vstopu na varovano območje ter s pomočjo zvočnih in svetlobnih 
naprav, če so vključene v sistem, pregnati vsiljivce. Pri projektiranju protivlomnega 
sistema se je treba z naročnikom oziroma investitorjem dogovoriti, katera mesta 
imajo še posebno vrednost in jih je treba zato zaščititi. Dogovoriti se treba tudi o 
načinu alarmiranja ob alarmu, prenosu signala alarma (telefonska linija, GSM modem 
ter osebe katere se obvesti) in pa o okvirnem finančnem vložku. 
 
Področje protivlomnega sistema urejajo trije standardi: SIST EN 50131: alarmni 
sistemi − sistemi za javljanje vloma in ropa, SIST EN 50136: alarmni sistemi – 
sistemi in oprema za prenos alarma in SIST EN 50518: nadzorni in sprejemni centri 
za alarme. 
 
Za projektiranje protivlomnega sistema sta pomembna prva dva, in sicer SIST EN 
50131 in SIST EN 50136. Prvi standard predpisuje pogoje, ki jim mora zadostiti 
oprema protivlomnega sistema, deli sisteme na razrede z različnimi tveganji, določa 
nivoje dostopa, določa frekvenco periodičnih komunikacij v sitemu, deli naprave 
glede na okolje delovanja itd. Drugi standard podaja zahteve za maksimalni čas 
prenosa signalov na varnostno nadzorni center, zahteve za nadzor povezave do 
VNC, zahteve za nadzor samega sistema za prenos, zahteve za redundanco 
prenosnih poti itd. 
2.1 Standard SIST EN 50131 
Slovenski standard SIST EN 50131 z naslovom Alarmni sistemi − Sistemi za javljanje 
vloma in ropa, je povzet po evropskem standardu EN-50131, ki podaja priporočila za 
načrtovanje in opremo, namenjeno preprečevanju vlomov in ropov, ter je sestavljen 
iz naslednjih delov: 
 EN 50131-1; 1. del: Sistemske zahteve, 
 EN 50131-2-2; 2-2. del: Javljalniki vloma − Pasivni infrardeči javljalniki, 




 EN 50131-2-4; 2-4. del: Javljalniki vloma − Kombinirani pasivni infrardeči in 
mikrovalovni javljalniki, 
 EN 50131-2-5; 2-5. del: Javljalniki vloma − Kombinirani pasivni infrardeči in 
ultrazvočne javljalnike, 
 EN 50131-2-6; 2-6. del: Javljalniki vloma − Kontaktni javljalniki (magnetni), 
 EN 50131-2-7-1; 2-7-1. del: Javljalniki vloma − Javljalniki loma stekla – Zvočni, 
 EN 50131-2-7-2; 2-7-2. del: Javljalniki vloma − Javljalniki loma stekla – 
Pasivni, 
 EN 50131-2-7-3; 2-7-3. del: Javljalniki vloma − Javljalniki loma stekla – Aktivni, 
 EN 50131-3; 3.del: Kontrolna in indikacijska oprema, 
 EN 50131-4; 4. del: Opozorilne naprave, 
 EN 50131-5-3; 5-3. del: Zahteve za povezovalno opremo, ki uporablja radio-
frekvenčno tehniko, 
 EN 50131-6; 6. del: Napajalniki, 
 EN 50131-7; 7. del: Navodila za uporabo. 
2.1.1 Glavne zahteve standarda 
Standard predpisuje zahteve za opremo, ki se uporablja pri protivlomnih sistemih, ter 
njegovo načrtovanje, vzdrževanje in uporabo. Definira različne razrede opreme, 
varnosti, časov prenosa signalov. Standard za posamezen varnostni razred definira, 
kaj je potrebno ščititi (okna, vrata, streha … ). Za posamezen tip detektorjev gibanja 
je opis, na kaj je treba paziti pri montaži, da ne pride do lažnih alarmov [2]. 
2.1.1.1 Varnostni razredi 
Standard deli varovana območja na razrede (grades) glede na varnostna tveganja: 
 Razred 1 (Grade 1): nizka ogroženost/tveganje; vlomilci ali roparji imajo 
majhno znanje o vlomnih sistemih in imajo omejen rang enostavno dostopnih 
orodij. 
 Razred 2 (Grade 2): majhna do srednja ogroženost/tveganje; vlomilci ali 
roparji imajo omejeno znanje o vlomnih sistemih in imajo osnoven rang orodij 




 Razred 3 (Grade 3): srednja do visoka ogroženost/tveganje; vlomilci ali roparji 
imajo izkušnje z vlomnimi sistemi in imajo celovit rang orodij in prenosnih 
elektronskih komponent. 
 Razred 4 (Grade 4): visoka ogroženost/tveganje; se uporablja, kjer varnost 
prevzame prednost pred vsem drugim. Vlomilci ali roparji imajo možnost 
načrtovanja vloma ali ropa v detajle in imajo obsežno opremo, vključno z 
možnostjo zamenjave komponent sistema [3]. 
2.1.1.2 Okoljski razredi opreme 
Standard deli opremo v štiri razrede glede na predvideno temperaturo: 
 Razred I - notranjost; velja za okolja, kjer je temperatura vzdrževana (npr. 
stanovanjske in poslovne zgradbe). Pričakovana temperatura je med +5 °C in 
+40 °C, s povprečno vlažnostjo 75 % brez kondenzacije. 
 Razred II − notranjost − splošno; velja za okolja, kjer temperatura ni 
vzdrževana (npr. prehodi, stopnišča, dvorane, povsod kjer se lahko pojavi 
kondenz na oknih in neogrevana skladišča). Pričakovana temperatura je med 
-10 °C in +40 °C, s povprečno vlažnostjo 75 % brez kondenzacije. 
 Razred III − zunanjost − pokrito ali ekstremne notranje razmere; velja za 
okolja, kjer naprave niso popolnoma izpostavljene naravnim pogojem in za 
notranje prostore z ekstremnimi razmerami. Pričakovana temperatura je med 
25 °C in +50 °C , s povprečno vlažnostjo 75 % brez kondenzacije, ki pa 30 dni 
v letu lahko doseže vrednosti med 85 % in 95 % brez kondenzacije. 
 Razred IV − zunanjost − splošno; velja za okolja, kjer je oprema popolnoma 
izpostavljena naravnim pogojem. Pričakovana temperatura je med -25 °C in 
+60 °C , s povprečno vlažnostjo 75 % brez kondenzacije, ki pa 30 dni v letu 
lahko doseže vrednosti med 85 % in 95 % brez kondenzacije. 





2.2 Standard SIST EN 50136 
Slovenski standard SIST EN 50136 z naslovom Alarmni sistemi − Sistemi in oprema 
za prenos alarma, je povzet po evropskem standardu EN-50136, ki podaja 
priporočila za opremo namenjeno prenosu signalov na varnostno nadzorni center, ter 
je sestavljen iz naslednjih delov: 
 EN 50136-1-1; 1-1. del: Splošne zahteve za sisteme za prenos alarmov, 
 EN 50136-1-2; 1-2. del: Zahteve za sisteme, ki uporabljajo namenske poti za 
prenos alarmov, 
 EN 50136-1-3; 1-3. del: Zahteve za sisteme z digitalno komunikacijo prek 
javnega komutiranega telefonskega omrežja (PSTN), 
 EN 50136-1-4; 1-4. del: Zahteve za sisteme z glasovno komunikacijo prek 
javnega komutiranega telefonskega omrežja (PSTN), 
 EN 50136-2-1; 2-1. del; Splošne zahteve za opremo, za prenos alarma, 
 EN 50136-2-2; 2-2. del: Zahteve za opremo, ki se uporablja v sistemih, ki 
uporabljajo namenske alarme poti, 
 EN 50136-2-3; 2-3. del: Zahteve za opremo, ki se uporablja v sistemih z 
digitalnimi komunikatorji, ki uporabljajo javno telefonsko omrežje, 
 EN 50136-2-4; 2-4. del: Zahteve za opremo, ki se uporablja v sistemih z 
tonskimi komunikatorji, ki uporabljajo javno telefonsko omrežje, 
 EN 50136-2-5; 2-5. del: Zahteve za paketno komutirano omrežje (PSN), 
 EN 50136-4; 4. del: Oprema za javljanje za uporabo v sprejemnih centrih, 
 EN 50136-7; 7. del: Smernice za uporabo. 
2.2.1 Glavne zahteve standarda 
Standard podaja zahteve za izvedbo, zanesljivost in varnostne karakteristike, 
sistemov za prenos alarma. Pokriva področje povezave med alarmnim sistemom in 




2.2.1.1 Čas prenosa 
Čas prenosa je čas med spremembo stanja na nadzorovanem oddajniku alarmnega 
sistema in spremembo stanja na sprejemniku v varnostno nadzornem centru. V tabeli 
1 je prikazan dovoljen najdaljši čas za posamezen razred pri 95 % vseh posameznih 
prenosov in dovoljen največji povprečen čas vseh prenosov. V tabeli 2 pa je prikazan 
maksimalni čas posameznega prenosa za posamezen razred [4]. 
 
 Čas prenosa [s] 
Razred D0 D1 D2 D3 D4 
Povprečna vrednost vseh prenosov - 120 60 20 10 
95 % vseh prenosov 240 240 80 30 15 
 
Tabela 1: Klasifikacija po času prenosa [4] 
 
 
 Maksimalni čas prenosa [s] 
Razred M0 M1 M2 M3 M4 
Maksimalni sprejemljivi čas prenosa - 480 120 60 20 
 






2.3 Elementi protivlomnega sistema 
2.3.1 Centrala 
Na centralo so priključeni vsi ostali elementi sistema. Centrala lahko omogoča priklop 
razširitvenih modulov, na katere se priključujejo senzorji. To poceni in poenostavi 
izvedbo inštalacij sistema, saj se lahko razširitveni modul montira v npr. vsako 
nadstropje, nanj pa se priključijo senzorji pripadajočega nadstropja. Na centralo se 
priključijo tipkovnice, ki omogočajo upravljanje s sistemom. Nanjo se priključijo tudi 
sirene, ki so namenjene alarmiranju okolice o dogodku. Prenos signalov na VNC je 
izveden iz centrale, bodisi je nanjo priključen GSM modul. Centrala je po navadi 
skrita in uporabniki sistema sploh ne vedo zanjo [1]. 
 
 





Tipkovnica je namenjena upravljanju s sistemom. Na njej je tudi vidno trenutno stanje 
sistema. Možno je pregledovanje dogodkov po spominu, pri nekaterih sistemih pa 
tudi programiranje le-tega. Tipkovnice se montirajo neposredno pri vhodu v varovano 
območje. Poznamo oziroma ločimo več vrst tipkovnic, ločimo jih predvsem na vrsto 
prikaza. Tako imamo tipkovnice, ki prikazujejo stanje sistema samo z LED-lučkami, 
take, ki imajo tako LED-lučke in tudi LCD-prikazovalnik (slika 2), v zadnjem času pa 
so se na trgu pojavile tudi tipkovnice, ki imajo zaslon na dotik. 
 
 
Slika 2: Protivlomna tipkovnica [5] 
2.3.3 Senzor 
Senzor je najpomembnejši element protivlomnega sistema. Zaznava prisotnost 
osebe v varovanem območju na podlagi različnih fizikalnih pojavov: infrardeče 
sevanje, mikrovalovno sevanje, vibracije, prekinitev žarka med oddajnikom in 






Slika 3: Protivlomni detektor gibanja [5] 
2.3.4 Sirena 
Sirena je namenjena zvočnemu in svetlobnemu alarmiranju okolice in oseb v 
varovanem območju. Montira se na opazno mesto, bodisi znotraj ali zunaj 
varovanega objekta. Pri montaži je treba paziti, da dostop do nje ni prelahek. Ravno 
sirene so največkrat tarča sabotiranja vlomilcev [1]. 
 
 





3 Projektiranje videonadzornega sistema 
Namen videonadzornega sistema je posneti in za določen čas arhivirati dogajanje na 
varovanem območju. Lahko se uporablja tudi za prepoznavanje oseb, ki na primer 
vstopajo v določen objekt, ali za prepoznavanje vozil preko registrske tablice. 
Videonadzorni sistemi se vedno bolj uveljavljajo na različnih področjih našega 
življenja. Z njimi se varujejo življenja in lastnina v gospodarstvu, bančništvu, trgovini, 
kljub temu pa je njihovo varovanje in nadzorovanje velikokrat podcenjeno in se mu 
posveča premalo pozornosti, saj svojo pravo vrednost pokažejo šele ob neljubih 
dogodkih, kot so vlomi, ropi, goljufije, nesreče in podobno. Da pa bo videonadzor ob 
neljubih dogodkih res pokazal svojo pravo vrednost, mora biti ustrezno načrtovan in 
izveden, elementi pa pravilno izbrani. Pri načrtovanju sistema, naj bo vedno na 
prvem mestu, njegova uporabnost. Vedno je treba poiskati rešitve, ki ustrezajo 
varnostnim in ekonomskim zahtevam posameznega primera in niso vezane na 
posameznega proizvajalca. Med elementi sistema je treba posebno pozornost 
posvetiti kameram in objektivom. Napačna izbira precej zmanjša uporabnost sistema, 
saj je med drugim tudi od objektiva odvisno, kako velik in oddaljen bo objekt nadzora. 
Pri kameri pa je zelo pomembno, da je le-ta kvalitetna in njene karakteristike 
ustrezajo svetlobnim razmeram na prizorišču [1]. 
 
Področje videonadzora ureja standard SIST EN 50132: alarmni sistemi – nadzorni 
sistemi CCTV za uporabo v aplikacijah varovanja. Standard predpisuje zahteve za 
naprave v sistemu: kamere, monitorje, snemalnike in prenosne poti in naprave. 
3.1 Standard SIST EN 50132 
Slovenski standard SIST EN 50132 z naslovom Alarmni sistemi − Nadzorni sistemi 
CCTV za uporabo v aplikacijah varovanja je povzet po evropskem standardu EN-
50132, ki obsega naslednje dele: 
 EN 50132-1; 1. del: Sistemske zahteve, 
 EN 50132-2-1; 2-1. del: Črno-bele kamere, 
 EN 50132-2-2; 2-2. del: Barvne kamere, 




 EN 50132-2-4; 2-4. del: Pomožna oprema, 
 EN 50132-3; 3. del: Lokalna in glavna kontrolna enota, 
 EN 50132-4-1; 4-1. del: Črno-beli monitorji, 
 EN 50132-4-2; 4-2. del: Barvni monitorji, 
 EN 50132-4-3; 4-3. del: Snemalna oprema, 
 EN 50132-4-4; 4-4. del: Oprema za shranjevanje, 
 EN 50132-4-5; 4-5. del: Video oprema za zaznavanje gibanja, 
 EN 50132-5; 5. del: Video prenos, 
 EN 50132-7; 7. del: Smernice za uporabo. 
3.1.1 Glavne zahteve standarda 
Standard poleg zahtev za posamezne elemente sistema (kamera, monitor, snemalna 
naprava …) podaja tudi navodila za izbiro, načrtovanje in vgradnjo sistemov za 
videonadzor. 
3.1.1.1 Priporočena velikost objekta 
Velikost objekta na zaslonu se izbere glede na nalogo operaterja: identifikacija, 
prepoznavanje, detekcija ali opazovanje. Če je objekt (tarča) človek in če je 
resolucija CCTV sistema večja od 400 tv line, je priporočena minimalna velikost 
tarče: 
 za identifikacijo ne manj kot 120 % višine ekrana, 
 za prepoznavanje ne manj kot 50 % višine ekrana, 
 za detekcijo ne manj kot 10 % višine ekrana in 
 za opazovanje ne manj kot 5 % višine ekrana [6]. 
3.1.1.2 Načrtovanje inštalacije 
Pri inštalacijah videonadzornega sistema se morajo kot za vse druge nizko 
napetostne inštalacije upoštevati predpisi za le-te, dela pa lahko izvajajo ustrezno 




 Kabelske trase naj bodo načrtovane po najkrajši poti med posameznimi 
elementi, treba je upoštevati morebitne nadgradnje sistema v prihodnosti. 
 Pri izbiri kablov je treba upoštevati padce napetosti in izgubo signala. 
 Izogibati se je treba prosto visečim povezavam. 
 Kjer so kabli položeni v podzemno kanalizacijo, naj bi se kabelsko pred vleko 
pustilo v cevi za potrebe servisiranja. 
 Za kable, ki so izpostavljeni mehanskim vplivom ali namernim poškodbam, je 
treba zagotoviti ustrezno zaščito. 
 Za kamere, ki omogočajo nagib in vrtenje ohišja, mora inštalacija ostati 
fleksibilna skozi vso temperaturno območje. 





3.2 Elementi videonadzornega sistema 
3.2.1 Snemalna naprava 
Je glavna enota videonadzornega sistema, preko nje uporabnik upravlja s celotnim 
sistemom. Snemalna naprava združuje lastnosti videorekorderja in digitalnega 
shranjevalnika. To pomeni, da naprava shranjuje posnetke kamer, preko monitorja 
pa je na njej možno tudi pregledovanje in upravljanje s posnetki. Vgrajen ima trdi 
disk, na katerega se shranjujejo posnetki. 
 
Uporabnik lahko nastavi več različnih terminov snemanja, za vsak termin snemanja 
se lahko določi čas začetka in konca snemanja ter režim (24- ali 28-urni). Lahko se 
nastavi, da se posnetek zapisuje na disk samo ob zaznanem gibanju na 
posameznem posnetku; v tem primeru se na pomnilnik shrani dogajanje nekaj 
sekund pred alarmom, skupaj s kritičnim dogodkom (to nam olajša iskanje pravega 
posnetka ob morebitnem dogodku). Nastavi se način prikaza slik na monitorju 
(matrika 4 x 4, 6 x 6, 8 x 8, ena od slik večja itd.) [1]. 
3.2.2 Kamera 
 
Slika 5: Kamera [7] 
 
Kamera skupaj z objektivom predstavlja »oči« sistema, zato ji moramo pri 
načrtovanju sistema posvetiti veliko mero pozornosti. Njena kvaliteta in karakteristike 





Kamera je enota, ki vsebuje napravo, imenovano slikovni pretvornik, katere namen je 
pretvarjanje optične slike v video signal. Najosnovnejša delitev kamer je delitev glede 
na sliko, in sicer na črno-bele in barvne kamere. Slednje imajo slabšo kvaliteto slike 
(vendar pa je slika barvna) in se slabše obnesejo na mestih, kjer je slabša svetloba. 
Druga delitev je na cevne in CCD-kamere, med katerimi je razlika v slikovnem 
pretvorniku. Pri cevnih kamerah se projicirana slika nadzorovanega območja pretvori 
v električni signal z zbiralno katodno cevjo. Pri CCD-kamerah pa se slika pretvori s 
CCD-napravo. To je silikonski čip s senzorjem, ki je sestavljen iz fotodiod, od katerih 
vsaka predstavlja en element slike ali piksel. 
 
Pri izbiranju kamere za posamezen primer moramo posebno pozornost posvetiti: 
 Spektralnemu odzivu; to predstavlja občutljivost kamere na različne valovne 
dolžine (barve). Ker kamera ni občutljiva na vse valovne dolžine, je zelo 
pomembno, da se spektralni odziv kamere ujame s spektrom svetlobe, ki 
osvetljuje nadzorovano območje. Večina kamer je občutljivih na valovno 
dolžino v vidnem spektru svetlobo (od 400 nm do 760 nm). 
 Ločljivosti; z njo opisujemo sposobnost kamere, da lahko reproducira sliko s 
čim več podrobnostmi. Podana je s številom vrstic, ki jih še lahko ločimo 
(ostrina slik), ali pa kot največja frekvenca snemanja (tudi frekvenčni obseg). 
 Občutljivosti; izražena je lahko na različne načine. Največkrat je podana z 
minimalno osvetljenostjo, v luksih, ki jo kamera potrebuje na nadzorovanem 
objektu, da še lahko proizvaja video signal z amplitudo 1 Vpp. Velikokrat se 





4 Projektiranje protipožarnega sistema 
Namen protipožarnega sistema je zaščita premoženja in oseb pred neposrednimi ali 
posrednimi vplivi požara. 
 
Za protipožarne sisteme zahteve podaja standard SIST EN 54: sistemi za odkrivanje 
in javljanje požara in alarmiranje. Določa gostoto in posledično število posameznih 
javljalnikov glede na višino in površino prostorov. Standard opisuje zahteve za 
javljalnike v dvojnem stropu/podu in pri stropu z nosilci oziroma prekladami. 
4.1 Standard SIST EN 54 
Slovenski standard SIST EN 54 z naslovom Sistemi za odkrivanje in javljanje požara 
ter alarmiranje je povzet po evropskem standardu EN 54, ki obsega naslednje dele: 
 EN 54-1; 1. del: Uvod, 
 EN 54-2; 2. del: Oprema za kontrolo in indikacijo, 
 EN 54-3; 3.del: Naprave za alarmiranje − Zvočne naprave, 
 SEN 54-4; 4. del: Oprema za napajanje, 
 EN 54-5; 5. del: Toplotni javljalniki – Točkovni javljalniki, 
 EN 54-7; 7. del: Dimni javljalniki – Točkovni javljalniki na principu sipanja 
svetlobe, prepuščene svetlobe ali ionizacije, 
 EN 54-10; 10. del: Plamenski javljalniki – Točkovni javljalniki, 
 EN 54-11; 11. del: Ročni javljalniki, 
 EN 54-12; 12. del: Dimni javljalniki – Linijski javljalniki z optičnim žarkom, 
 EN 54-13; 13. del: Ocenjevanje združljivosti sestavnih delov, 
 EN 54-14; 14. del: Smernice za načrtovanje, projektiranje, vgradnjo, 
preverjanje, uporabo in vzdrževanje, 
 EN 54-16; 16. del: Centrala za zvočno alarmiranje in prikazovalna oprema, 
 EN 54-17; 17. del: Kratkostični ločilniki, 
 EN 54-18; 18. del: Vhodno/izhodne naprave, 
 EN 54-20; 20. del: Aspiracijski dimni javljalniki, 




 EN 54-22; 22. del: Linijski detektorji toplote, 
 EN 54-23; 23. del: Naprave za alarmiranje – Vizualne alarmne naprave, 
 EN 54-24; 24. del: Sestavni deli zvočnih sistemov za javljanje požara – 
zvočniki, 
 EN 54-25; 25. del: Sestavni deli za radijske povezave, 
 EN 54-26; 26. del: Točkovni javljalniki na principu senzorja ogljikovega 
monoksida, 
 EN 54-27; 27. del: Vzorčne komore za uporabo v prezračevalnih kanalih, 
 EN 54-28; 28. del: Neponastavljivi (digitalni) linijski detektorji toplote, 
 EN 54-29; 29. del: Večsenzorski javljalnik − Točkovni javljalnik, ki uporablja 
kombinacijo dimnega in toplotnega senzorja, 
 EN 54-30; 30. del: Večsenzorski javljalnik − Točkovni javljalnik, ki uporablja 
kombinacijo senzorja ogljikovega monoksida in toplote, 
 EN 54-31; 31. del: Večsenzorski javljalnik − Točkovni javljalnik, ki uporablja 
kombinacijo senzorja dima, ogljikovega monoksida in opcijsko toplote. 
 
Pri načrtovanju oziroma projektiranju požarnega sistema je pomemben predvsem 14. 
del: Smernice za načrtovanje, projektiranje, vgradnjo, preverjanje, uporabo in 
vzdrževanje, saj ostali deli standarda opisujejo predvsem elemente požarnega 
sistema ter zahteve, ki jih morajo izpolnjevati in so večinoma pomembne predvsem 
za proizvajalce te opreme. 
4.1.1 Glavne zahteve standarda 
Standard podaja smernice za načrtovanje, projektiranje, vgradnjo, preverjanje, 
uporabo in vzdrževanje sistemov za odkrivanje in javljanje požara ter alarmiranje v 
ter v okolici stavb. Standard ne pokriva povezovanja požarnega sistema z drugimi 





4.1.1.1 Ročni javljalniki 
Naprave za ročno aktivacijo požarnega alarma oziroma ročni javljalniki morajo biti 
razporejeni tako, da nobena oseba kjerkoli v stavbi do njega nima več kot 30 m poti. 
Ta dolžina se mora v primeru, da je v stavbi pričakovati večje število gibalno 
omejenih ljudi, zmanjšati. Locirani naj bi bili blizu neposredne požarne ogroženosti, 
vendar morajo biti dostopni. Montirati se morajo na višino med 1,2 m in 1,6 m nad 
tlemi [8]. 
4.1.1.2 Točkovni javljalniki 
Razporeditev javljalnikov pod ravnim stropom je definirana v spodnji tabeli. Za 
točkovne javljalnike velja, da nobena horizontalna razdalja od katerekoli točke v 
nadzorovani površini do najbližjega javljalnika ne sme presegati radija, podanega v 
tabeli. Za optične žarkovne javljalnike velja enako, vendar se tu razdalja meri do 
aksialne osi žarka. 
 
 Višina stropa [m] 









Tip javljalnika Radij pokrivanja [m] 
Temperaturni 
EN 54-5: razred 1 
5 5 5 NN NS NS 
Dimni točkovni 
EN 54-7 
7,5 7,5 7,5 7,5 NN NS 
Žarkovni 
EN-54-12 
7,5 7,5 7,5 7,5 7,5 a) NS 
NS – ni primerno 
NN – v normalnih pogojih ni primerno, lahko je uporabljeno v posebnih sistemih 
a) – lahko je potreben drugi nivo javljalnikov, približno na polovici višine 
 




Za javljalnike, ki so montirani v slemenu poševnih stropov, se radiji iz tabele 
povečujejo za 1 % za vsako stopinjo nagiba, vendar največ do 25 %. 
 
Točkovni javljalniki morajo biti montirani najmanj 0,5 m od sten oziroma drugih ovir v 
vse smeri. Če so sobe razdeljene z omarami, stenami, ki segajo 0,3 m pod strop ali 
manj, se sekcije razumejo kot prostori, javljalnik mora torej biti v vsaki sekciji. 
 
Pri prekladah ali drugih nepravilnostih, ki imajo višino enako ali večjo kot 5 % celotne 
višine prostora, se upoštevajo naslednje formule: 
 
D > 0,25 * (H − h); javljalnik v vsaki celici, 
D < 0,25 * (H − h); javljalnik v vsaki drugi celici, 
D < 0,13 * (H − h); javljalnik v vsaki tretji celici. 
 
Pri čemer je: 
D − razdalja med prekladami (vključno z širino obeh preklad, torej merjeno od 
zunanje strani do zunanje strani (m) 
H − višina prostora do stropa (m) 






4.2 Elementi protipožarnega sistema 
4.2.1 Centrala 
Centrala je glavni del protipožarnega sistema. Ločimo analogne adresabilne in 
konvencionalne. Razlika med njima je v načinu odločanja o alarmu in priključitvi 
javljalnikov na centralo. Pri konvencionalni centrali o alarmu odloča javljalnik sam, 
javljalniki se na centralo priključijo preko linij, na katere je priključenih več javljalnikov 
(maksimalno število je odvisno od centrale). Ko se sproži določeni javljalnik, centrala 
to zazna kot alarm v liniji, na katero je priključen, in ne kot posamezen javljalnik v 
alarmu. Pri adresabilni centrali o alarmu odloča centrala. Centrala kliče javljalnike, ki 
ji pošljejo njihovo analogno vrednost izmerjene veličine (dim, toplota …), centrala pa 
to vrednost primerja z nastavljeno. Javljalniki so na centralo priključeni z zanko. 
Zanka se začne v centrali, obide vse javljalnike in se konča v centrali. Vsak javljalnik 
v zanki ima svojo adreso. 
 
 
Slika 6: Požarna centrala [7] 
 
Poleg tega lahko centrala tudi krmili določene dogodke, ki se morajo izvršiti ob 




lopute v klima kanalih, odpre dimoodvodne lopute, prestavi dvigala v požarno vožnjo, 
zažene ventilatorje za odvod dima in toplote in ventilatorje za nadtlak, odpre 
dimoodvodne kupole in okna, sproži avtomatsko gašenje, pošlje signal o alarmu in 
napaki na varnostno nadzorni center ali mobilno številko … Na centrali je tudi 
prikazano stanje sistema na nivoju skupin, pri adresabilnih centralah pa tudi na nivoju 
javljalnika [1]. 
4.2.2 Javljalniki 
Na centralo za javljanje požara se priključujejo različni javljalniki. Tip se izbere glede 
na lastnosti prostora oziroma področja in pa na vrsto materialov, ki lahko zagorijo. 
4.2.2.1 Ročni javljalnik 
Ročni javljalniki so vedno prisotni v sistemu javljanja požara in so hkrati 
najenostavnejši javljalnik. V centrali imajo signali ročnih javljalnikov prednost pred 
ostalimi in takoj povzročijo prehod alarma iz prve, opozorilne v drugo, izvršilno 
stopnjo požarnega alarma. Namenjeni so ročni aktivaciji alarma in so nameščeni ob 
evakuacijskih izhodih in križiščih evakuacijskih poti, na dobro vidnih in osvetljenih 
mestih. Ob izpadu električne energije na objektu morajo biti osvetljeni z zasilno 
razsvetljavo. Največkrat se montirajo v bližino notranjih hidrantnih omar. Nad 
javljalnikom mora biti nalepljena dobro vidna označevalna tabla s simbolom ročnega 
javljalnika (slika 7). 
 
 





Da ne bi nehote prišlo do aktiviranja javljalnika, so po navadi zaščiteni s prozornim 
pokrovom. Tako je za aktiviranje treba dvigniti pokrov, potem pa močno pritisniti na 
stekleno oziroma PVC-ploščico, ki poči (pri nekaterih izvedbah ne, ampak samo 
skoči v notranjost javljalnika). Po aktiviranju ročni javljalnik ostane v alarmu tudi po 
resetiranju centrale. Za ponovno vzpostavitev normalnega stanja je treba zamenjati 
ploščico (izvedbe, pri katerih le-ta poči) oziroma s posebnim ključem ploščico 
postaviti v normalen položaj. 
 
 
Slika 8: Ročni javljalnik požara [7] 
4.2.2.2 Ionizacijski javljalnik 
So bolj občutljivi oziroma hitreje reagirajo kot npr. optični, vendar se zaradi vsebnosti 
radioaktivnega materiala pri novogradnjah požarnih sistemov ne uporabljajo tako 
pogosto, saj uporabnik v primeru vgradnje takšnih javljalnikov potrebuje vsakoletne 
meritve radioaktivnosti, izvedene s strani pooblaščenega inštituta. Ionizacijski 
javljalnik vsebuje rahlo radioaktiven material, ki reagira na nevidne pline, ki nastajajo 
pri tlenju v začetni fazi požara. 
 
Glavni del senzorja je ionizacijska dimna komora z dvema elektrodama, priključenima 
na enosmerno napetost, in radioaktivni izvor delcev. Večina senzorjev kot izvor ionov 
uporablja izotop amercij241. Delci se na svoji poti med različno električno nabitima 




povzroči nastanek pozitivno naelektrenih molekul – ionov. Preostale molekule se 
združijo z izbitimi elektroni ter tvorijo negativne ione. Tako pozitivni kot negativni ioni 
se nato pod vplivom električnega polja gibljejo proti nasprotno nabiti elektrodi. 
Nastajanje ionov in njihova rekombinacija sta v ravnotežju, tako da med elektrodama 
teče določen tok. Ko se v komori pojavijo dimni delci, ki so mnogo večji in težji od 
ioniziranih molekul zraka, trčijo z njimi. S tem postanejo nekateri pozitivno, drugi pa 
negativno nabiti. Poveča se skupno število rekombinacij, posledično pa se zmanjša 
ionizacijski tok skozi komoro, kar pa pomeni alarm. Zaradi zanesljivosti se danes 
uporabljajo predvsem ionizacijski dimni senzorji z izboljšano ionizacijsko unipolarno 
komoro. Ta vrsta ima prav tako kot navadna komora dve elektrodi in izvor α-delcev. 
Loči se po unipolarnem področju v komori, kamor radioaktivni vir ne more eliminirati 
α-delcev, zato tam ne poteka ionizacija zraka. Običajno je to področje tanko, zato se 
skozenj premikajo delci, ki imajo nasprotno polariteto kot bližnja elektroda. Ko delci 
dima vdrejo v komoro, se obnašajo kot centri rekombinacije (enako kot v bipolarni 
komori). Posledica tega je zmanjšanje toka, ki pa je veliko večje v unipolarnem 
področju (zmanjšanje je tudi do dvakratno glede na bipolarno področje). Iz tega sledi, 
da so veliko bolj občutljivi na dimne delce, ki so posledica počasnega, tlečega ognja 
[1]. 
 
4.2.2.3 Optični javljalnik 
 
Slika 9: Optični javljalnik dima [7] 
 
Je najpogosteje uporabljena vrsta javljalnika v današnjih požarnih sistemih. Razlog 




dima ter relativno veliko področje pokrivanja. Uporabljata se predvsem dve vrsti 
optičnih javljalnikov, in sicer optični dimni javljalnik s sipanjem svetlobe in z 
absorpcijo svetlobe. Razlika med njima je v sestavi merilne komore, principu 
delovanja in tudi v primernosti za zaznavanje različnih vrst dima. 
 
Optični dimni javljalnik s sipanjem svetlobe deluje po principu zaznavanja svetlobe, ki 
se razprši na dimnih delcih. Svetlobni vir, LED, oddaja svetlobo v komoro, mimo 
svetlobno občutljivega predmeta (fotodiode). Ko dim pride v komoro, se svetloba 
odbije od dimnih delcev, odbita svetloba pade na fotodiodo, kar sproži alarm. Ta 
vrsta javljalnika odkriva predvsem dim svetlejše barve, ki je posledica gorenja v 
začetni fazi (tlenje). Primeren je za tiste tipe požarov, pri katerih pričakujemo svetel 
dim, ter nadzor prostorov z močnim gibanjem zraka, ker je hitrost dima zanemarljiva 
v primerjavi s hitrostjo svetlobe. 
 
Optični javljalnik z absorpcijo svetlobe je prav tako sestavljen iz komore, v kateri sta 
svetlobni vir (LED) in fotodioda. V normalnem stanju vsa svetloba iz vira pada na 
fotodiodo. Ob vstop dimnih delcev v merilno komoro se del svetlobe absorbira v 
delcih, del se je odbije (sipa) v okolico oziroma stran od fotodiode, del pa enako kot 
prej pada nanjo. Zmanjšanje vpadne svetlobe ima za posledico sprožitev alarma. Ta 
vrsta javljalnika je primerna za odkrivanje vseh vrst požarov, ki imajo za posledico 
gorenja dim, saj je občutljiv na vse vrste dimnih delcev (tako po velikosti kot po barvi) 
[1]. 
4.2.2.4 Termični javljalnik 
Termični ali temperaturni javljalnik se uporablja predvsem tam, kjer dimni (optični) ne 
bi bili primeri. To je povsod tam, kjer je dim (ali delci podobni dimnim) sestavni del 
delovnega procesa oziroma normalni pojav (proizvodnja, kjer se uporabljajo razne 
peči, procesi v mizarskih delavnicah, brez odsesavanja, čajne kuhinje itd.). Imajo 
približno tretjino manjšo nadzorno površino kot optični in niso primerni za velike 
višine. Ločimo dve vrsti javljalnikov: 
 Statični javljalnik mejne vrednosti temperature; pri določeni, fiksni maksimalni 
temperaturi javi alarm. Za svoje delovanje uporabljajo termistor, bimetalni trak 




 Javljalnik hitrosti spremembe temperature; pri določeni hitrosti naraščanja 
temperature javi alarm. Hitrost naraščanja temperature je določena s 
spremembo temperature na časovno enoto (K/min). Za detekcijo te 
spremembe se uporablja termistor, uporovna žica ali princip raztezanja 
tekočine. Pri uporabi termistorjev je senzor sestavljen iz dveh NTC-uporov, od 
katerih je eden, nameščen na spodnji oziroma sprednji strani javljalnika, 
izpostavljen zraku iz okolice, drugi pa termično izoliran, da se na spremembe 
temperature zraka v nadzorovanem prostoru odziva počasneje. V normalnih 
razmerah sta oba termistorja izpostavljena enaki temperaturi, posledično 
imata enako upornost. V primeru, da temperatura zraka naglo naraste, 
temperaturna razlika povzroči, da upornost direktno izpostavljenega upora 
hitreje pada in je manjša od upornosti izoliranega termistorja. Razmerje 
upornosti se elektronsko preverja. V primeru, da preseže določen nivo, se 
sproži alarm. 
Javljalniki, ki reagirajo pri določeni maksimalni temperaturi (obstajajo različne izvedbe 
– za različne maksimalne temperature, npr. maksimalna temperatura 50 °C, 80 °C 
...), se uporabljajo povsod tam, kjer se pričakuje naglo širjenje požara; posledično bo 
maksimalna temperatura dosežena hitro. Senzorji, ki pa reagirajo na določen porast 
temperature v določenem časovnem intervalu (prav tako obstajajo različne izvedbe, 
za različno strmino premice), pa se uporabljajo tam, kjer se ob požaru pričakuje hitro 
povišanje temperature. Obstajajo tudi kombinirani temperaturni javljalniki, ki 
združujejo obe vrsti, in alarm javijo ob preseženi katerikoli vrednosti (bodisi od 
preseženi maksimalni temperaturi ali ob hitrem porastu temperature). Ta vrsta 
javljalnikov se danes največ uporablja, saj združuje prednosti obeh načinov detekcije 
temperature ob požaru [1]. 
 
 




4.2.2.5 Infrardeči (IR) plamenski javljalnik 
Primerni so industrijska okolja, kjer je prisotnih veliko motilnih veličin in bi druge vrste 
javljalnikov odpovedale. Poleg tega so najbolj občutljivi pri požarih, kjer se pričakuje 
hitro razvijanje le-teh. Prav tako je to edina vrsta javljalnikov, ki lahko zanesljivo 
odkrivajo požare na prostem. 
 
Plamenski javljalniki delujejo na principu pretvorbe elektromagnetnega sevanja iz 
plamena v električni signal. Da lahko razlikujejo med pravim plamenom in optično 
interferenco (sončna svetloba, odbita svetloba, luč itd.), se njegova občutljivost 
spreminja v stopnjah od vidnega do nevidnega področja. Občutljivost javljalnikov leži 
znotraj območja, v katerem je vpliv infrardečega dela sončne svetlobe zelo majhen. 
Reagirajo na valovne dolžine med 4,1 m in 4,7 m, Tako izkoristijo maksimalno 
intenziteto infrardečega plamena plinov valovne dolžine 4,3 m, ki posebej naraste ob 
gorenju materialov z vsebnostjo ogljikov. Primerni so torej za zgodnje odkrivanje 
vseh vrst požarov s plamenom. V posebnih primerih lahko sončna svetloba ali hitro 
premikajoče se vroče telo povzročijo lažni alarm, ker pa steklo, ki je sestavni del 
javljalnika, absorbira sončno svetlobo, ni velike možnosti za neprave alarme [1]. 
 
 




4.2.2.6 Žarkovni javljalnik 
 
Slika 12: Žarkovni javljalnik požara s sprejemnikom in oddajnikom v skupnem ohišju 
in odbojno steklo [7] 
 
Ta vrsta javljalnika je posebej primerna za nadzorovanje velikih ali visokih 
industrijskih okolij. Javljalnik ni občutljiv na motnje, kot so prašno okolje ali 
umazanija. Zaradi svojega delovanja pa zahteva neprekinjeno vidno polje (problem 
pri portalnih dvigalih in v visoko regalnih skladiščih zaradi poseganja viličarjev v vidno 
polje) nad nadzorovanim območjem in stabilno montažo na mesto brez vibracij. 
 
Delujejo po principu infrardečega žarka, ki prehaja nadzorovan prostor, malo pod 
najvišjo točko prostora (odmik od stropa je odvisen od višine samega prostora, in 
sicer narašča z višino prostora), v primeru požara pa dim v določeni meri prekine 
žarek in s tem sproži alarm. V grobem ločimo dve vrsti javljalnikov: 
 Javljalnik z ločenima sprejemnikom in oddajnikom; sprejemnik in oddajnik IR-
žarka sta ločena, torej vsak v svojem ohišju, in se montirata vsak na svojo 
stran nadzorovanega področja. Med njima mora biti vidno polje, tako da žarek 
iz oddajnika pada točno v sprejemnik. Oddajnik za svoje delovanje potrebuje 




napake (v primeru prekinitve žarka, ki ni posledica dima). Med obema 
enotama javljalnika ni potrebna nobena povezava. 
 Javljalnik s sprejemnikom in oddajnikom v skupnem ohišju; v enem ohišju sta 
združena tako oddajnik kot sprejemnik. Javljalnik se namesti na eno stran, na 
drugo stran nadzorovanega področja pa se montira odbojno steklo. Odbojno 
steklo odbija žarek iz oddajnika nazaj v sprejemnik. Ta vrsta javljalnika je bolj 
primerna v primeru, ko na eni strani bodisi ne bo dostopa bodisi ni prostora za 
javljalnik. 
4.2.3 Naprave za alarmiranje 
Podobno kot pri protivlomnem sistemu so te naprave namenjene obveščanju ljudi o 
alarmnem dogodku, ki je v tem primeru požar, da se ljudje pravočasno evakuirajo na 
varno. Za obveščanje o požaru so obvezne sirene (zvočno alarmiranje), ki pa so 
lahko kombinirane z bliskovkami (svetlobno alarmiranje). Sirene v kombinaciji z 
bliskovkami se uporabljajo predvsem tam, kjer je kot normalen delovni proces 
prisoten hrup, torej v proizvodnih delih tovarn in podobnem. Za razliko od siren pri 
protivlomnem sistemu, ki se največkrat montirajo na zunanje dele objektov, so pri 
požarnih sistemih sirene montirane v notranjosti objektov, saj se morajo v primeru 
požara vse osebe, ki se nahajajo v objektu, evakuirati na varno. Po celotnem 
nadzorovanem objektu morajo sirene požarnega sistema imeti enak zvok, ki je hkrati 
drugačen od vseh drugih zvokov v objektu. Zvok mora biti slišen v vseh prostorih in 






5 Primeri posameznih sistemov 
V nadaljevanju bom na podlagi blok shem posameznega sistema opisal konfiguracijo 
le-teh. Blok sheme prikazujejo tipične elemente sistemov in povezave med njimi. 
Poleg povezav so napisane oznake kablov, ki se običajno uporabljajo za dotično 
povezavo v dejanskih aplikacijah. Za praktično predstavitev zgradbe sistemov so 
izbrane blok sheme, ker najbolje prikažejo konfiguracijo, poleg tega pa se uporabljajo 
tudi v praksi kot del načrta za posamezen sistem. Tudi v načrtih električnih inštalacij 
in električne opreme (PGD, PZI, PID), ki so v bistvu izdelek projektanta, se vključijo 
podobne sheme, le da so tam namesto slik posameznih elementov, uporabljeni 
simboli, ki se razložijo v legendi simbolov. Na shemah zaradi preglednosti niso 





5.1 Protivlomni sistem 
Na sliki 13 je prikazan princip protivlomnega sistema z nekaterimi najpogostejšimi 
elementi le-tega. 
Glavni element sistema, ki je tudi vedno prisoten, je alarmna centrala. Centralo 
sestavljajo ohišje, glavno vezje in napajalni del. Ohišje je v večini primerov kovinsko, 
da je bolj odporno na morebitne udarce. Ker mora biti centrala zavarovana pred 
nepooblaščenim poseganjem v njo, je ohišje sabotažno varovano. To pomeni, da se 
ob odpiranju ohišja sproži alarm. Nekatere izvedbe imajo stikalo tudi na zadnjem 
delu, kar varuje centralo pred odstranitvijo celega ohišja s stene. V samem ohišju je 
prostor za akumulatorske baterije za rezervno napajanje v primeru izpada omrežne 
napajalne napetosti. Napajalni del sestavljajo transformator in napajalno vezje z 
usmernikom, ki napaja porabnike, polni in kontrolira akumulatorske baterije ter 
kontrolira omrežno napetost. 
 
Na centralo so priključeni različni senzorji gibanja (IR, mikro valovni, kombinirani … ). 
Vsak od senzorjev se poveže s svojim kablom direktno v centralo. Običajna 
priključitev oziroma vezava senzorja zahteva štirižilni priklop: napajanje in 
brezpotencialni kontakt, vezan preko uporov, zato se uporabljajo šestžilni kabli. 
Namen uporov (navadno dva − zaključni in alarmni) je kontrola kabla. Upora sta 
različnih vrednosti glede na proizvajalca centrale. Preko uporov se na centralo 
dvožilno poveže tako alarmni kontakt senzorja kot sabotažni kontakt. Centrala glede 
na vrednost toka, ki teče skozi kontakte, določi stanje senzorja. Tok je posledica 
upornosti, ki se spreminja glede na stanje senzorja (normalno stanje, alarm in 
sabotaža). 
 
Sestavni del osnovnega sistema je tudi tipkovnica, preko katere uporabniki upravljajo 
sistem. Tipkovnice se montirajo pred vstopom v varovano območje, da je omogočen 
vklop alarma pri izhodu ter izklop pri vhodu v objekt. V sistemu je lahko več tipkovnic, 
odvisno od centrale, saj se pri večjih sistemih, le-ta razdeli na manjše dele, 
imenovane particije. Tako se omogoči vklapljanje oziroma izklapljanje samo dela 
sistema, neodvisno od stanja ostalih delov. Tipkovnice se prav tako kot senzorji 
priključi štirižilno; dve žili sta napajanje, ostali dve pa komunikacija, le da se lahko 




priključiti v centralo. Pri nekaterih sistemih je možno tudi od enega do dveh senzorjev 
priključiti na tipkovnico in ne v centralo. 
 
Pri večjih sistemih se za razširitev števila vhodov oziroma con na centrali (običajno 
od štirih do šestnajst) uporabljajo razširitveni moduli. Priključijo se enako kot 
tipkovnice in imajo določeno število con (osem ali šestnajst). Obstajajo tudi izvedbe z 
izhodi, tako da je nanje možno priključiti na primer sirene. 
 
Le-te so v sistemih vedno prisotne, obstajajo pa notranje ali zunanje izvedbe. Največ 
se uporabljajo zunanje, ki se montirajo na nedostopno mesto na fasadi varovanega 
objekta. So sabotažno varovane in imajo prostor za akumulatorsko baterijo, torej se 
lahko napajajo tudi v primeru odpovedi celotnega sistema. 
 
Velikokrat se v sistemu uporabljajo tudi magnetni kontakniki, ki se montirajo na 
vhodna vrata ali okna kot indikator odprtosti. Tak način detekcije vloma je zelo 
zanesljiv in uspešen, saj javijo nepooblaščen vstop v objekt veliko prej kot senzorji 
gibanja, oziroma že ob poskusu vstopa v objekt. Tak kontaktnik je sestavljen iz dveh 
delov: trajnega magneta, ki se namesti v oziroma na premični del nadzorovane enote 
(vratno ali okensko krilo), in kontakta, ki se preklopi ob prisotnosti magnetnega polja. 
Ko sta oba dela v isti ravnini na določeni razdalji (nekaj centimetrov), je kontakt 
sklenjen, ko pa se dela razmakneta, se kontakt razklene. Kontaktnik ne potrebuje 












5.2 Videonadzorni sistem 
Obstaja več vrst videonadzornih sistemov, analogni, HD-analogni in IP-sistemi. 
Razlika med njimi je v vrsti signala in pa v opremi (snemalniki in kamere), prenosni 
medij oziroma kabel, ki povezuje kamere s snemalnikom, pa je pri vseh sistemih 
lahko različen, tako koaksialni kabel, UTP-kabel ali optika. Povezave z optičnimi kabli 
se uporabljajo predvsem pri zunanjih kamerah, da se preprečijo posledice 
atmosferskih razelektritev oziroma strel.  
 
Pri IP-sistemih je vsaka od kamer priključena v mrežno stikalo z UTP- ali koaksialnim 
kablom. Pri koaksialnih kablih je treba na obe strani namestiti pretvornike. Ta sistem 
je bil razvit predvsem za izkoriščanje obstoječih inštalacij starejših sistemov, saj ob 
zamenjavi za IP-kamere ni treba polagati novih UTP-kablov. V mrežno stikalo je 
priključen tudi snemalnik, ki je obvezen del sistema, če hočemo posnetke arhivirati. 
Obstajajo različne izvedbe glede na število kanalov oziroma kamer, ki jih omogočajo, 
pa tudi oblike ohišja. Obstajajo klasična ohišja, ki se postavijo na mizo, polico ali v 
omaro, in pa ohišja za montažo v komunikacijske omare. Ker so mrežna stikala 
večinoma v komunikacijskih omarah, se snemalniki lahko namestijo poleg njih in tako 
zasedejo manj prostora. 
 
Na sliki 14 je predstavljen primer sistema z IP-kamerami. Kot kabel sta uporabljena 
UTP in pa optika. Pri optičnem kablu vsaj na strani mrežnega stikala potrebujemo še 
optični pretvornik, v katerega se na eni strani priključi optični kabel, ki gre do kamere, 
na drugi strani pa UTP-kabel, ki se priključi v mrežno stikalo. Na nekatere kamere 
lahko optični kabel priključimo direktno, pri drugih pa potrebujemo optični pretvornik. 
V obeh primerih potrebujemo še drugi kabel za napajanje kamere iz pretvornika 
(230V AC/12V DC). Za kamere, ki so priključene na UTP-kabel, posebno napajanje 
ni potrebno, saj se napajajo po istem kablu (PoE), vendar morajo to podpirati tako 
kamere kot mrežno stikalo, na katerega so priključene. 
 
Poznamo več oblik kamer, ki se najprej delijo na notranje in zunanje. Kot pove že 
ime, so notranje primerne za nadzor notranjih območij, zunanje pa zunanjosti, saj je 
ohišje zaščiteno pred vplivi dežja in vlage. Zunanje kamere se naprej delijo na dva 




z objektivom kot ohišje ena enota, kamere, ki pa se namestijo v ohišje, se dobavljajo 
v treh delih: kamera, objektiv in ohišje. Takšnim kameram lahko v ohišje montiramo 
tudi grelec, ki preprečuje rošenje stekla pred objektivom, pa tudi sama kamera ni 
pozimi izpostavljena nizkim temperaturam. Takšen grelec je napajan posebej z 12 V 
DC, tako da lahko vgradimo pretvornik v ohišje in do njega pripeljemo 230 V AC, 
lahko pa pretvornik vgradimo kam drugam. Poleg klasične oblike obstajajo tudi 
izvedbe v obliki kupole oziroma »dome« kamere. Tudi ta vrsta je lahko tako notranja 
kot zunanja. Poleg tega je lahko kamera v kupoli vrtljiva, kar pomeni, da vrti po 
horizontali za 360°, po vertikali pa za 180°. Vrtenje je lahko vnaprej sprogramirano, 
kar pomeni, da se določi točke, ki naj jih kamera snema, čas mirovanja na določeni 
poziciji in pa približevanje oziroma oddaljevanje na vsaki posamezni točki. Ko se 
kamero spozna oziroma se ji določi pot, kamera to ponavlja. Ko konča z zadnjo 
točko, se vrne na prvo in tako naprej. Poleg sprogramirane poti je možen tudi premik, 
vezan na alarmni sistem. To pomeni, da se ob sprožitvi določenega senzorja kamera 
usmeri na to območje. To je možno tudi, če ima kamera sprogramirano pot, saj se 
takrat kamera zavrti na vnaprej določeno pozicijo, snema to območje nastavljen čas, 
nato pa nadaljuje s sprogramirano potjo in točkami. Takšne kamere je možno tudi 
upravljati ročno preko računalnika. Pooblaščena oseba lahko tako ročno nadzoruje 













5.3 Protipožarni sistem 
V osnovi se požarni sistemi delijo na dva tipa oziroma načina delovanja, na 
konvencionalni in adresni sistem odkrivanja in javljanja požara. Pri konvencionalnem 
sistemu so javljalniki priključeni na centralo preko linij, pri adresnem pa preko zank, 
vsak od senzorjev pa ima svojo adreso. Glavna razlika je v tem, da se pri 
konvencionalnem sistemu v primeru alarma enega od senzorjev na linji to na centrali 
prikaže kot alarm na linji, torej nimamo informacije, kateri javljalnik točno je v alarmu 
(razen lučke na samem javljalniku). Pri velikih in zapletenih sistemih je to velik 
problem, zato se danes večinoma uporabljajo adresni sistemi, pri katerih točno vemo 
stanje vsakega javljalnika oziroma vsake adrese na zanki. Prednost zanke je tudi v 
tem, da sta napajanje in komunikacija z elementi zagotovljena z dveh strani, zato v 
primeru napake na eni strani zanke sistem še vedno deluje normalno, vendar pa 
centrala na takšno napako opozarja. 
 
Primer adresnega sistema je prikazan na sliki 15. Glavni element sistema je centrala, 
na katero so priključene adresne zanke, ki jih je lahko več, odvisno od sistema. Na 
vsako od zank se lahko priključi največ 126 adres, kar pa je zopet odvisno od 
sistema. V centrali so različni moduli (pri modularnih sistemih), akumulatorske 
baterije za rezervno napajanje in napajalnik. Na module se priključi adresne zanke, 
različne vhode in izhode. Napajalnik služi napajanju centrale in vseh ostalih 
elementov sistema, polnjenju in kontroli baterij ter kontroli omrežne napetosti. 
Centrala ima na čelni plošči lučke za indikacijo stanj, tipke za upravljanje sistema in 
večinoma tudi LCD-ekran za prikaz bolj podrobnih informacij o sistemu. V centrali je 
za zvočno indikacijo alarma vgrajena tudi sirena manjše jakosti. 
 
Preko zanke so na centralo priključeni vsi elementi sistema: različni točkovni 
javljalniki (ionizacijski, optični, termični, kombinirani …), ročni javljalnik, adresne 
sirene in adresni vhodno/izhodni vmesniki, ki služijo npr. priklopu konvencionalnih 
javljalnikov na adresno zanko, krmiljenju siren in krmiljenju drugih sistemov v primeru 
požara. Ker je za naprave, ki morajo delovati v primeru požara, po navadi zahtevana 
ognjeodporna inštalacija, se največkrat sirene krmilijo direktno iz centrale z eno ali 




sirene. Centrala po navadi poleg siren krmili oziroma kontrolira bodisi direktno ali 
preko adresnih vmesnikov naslednje sisteme ali naprave: 
 Odpira ali deblokira evakuacijska vrata in prehode, kar omogoči evakuacijo 
ljudi v stavbi na varno. To se uporablja pri vratih, ki so električno nadzorovane 
(kontrola pristopa) v smeri evakuacije, in pri električnih vratih (vetrolovi). 
 Zapira požarna vrata, katerih namen je ločitev požarnih sektorjev, tj. manjših 
delov zgradbe, s požarno odpornostjo na mejah, da se požar omeji na manjše 
področje, kar olajša delo gasilcev. 
 V primeru požara da signal dvigalu, da se zapelje v pritličje, odpre vrata in 
njegova uporaba ni več možna. Tako se prepreči uporaba dvigala med 
požarom, saj ni dovoljena, ker ni varna. 
 Kontrolira in zapira požarne lopute v prezračevalnih kanalih. Lopute se 
vgradijo v kanale na mejah požarnih sektorjev in preprečujejo širitev požara 
preko kanala. 
 Odpira dimoodvodne lopute in krmili druge sisteme NODT (naravni odvod 
dima in toplote) in MODT (mehanski odvod dima in toplote). Namen teh 
sistemov je odvod dima in toplote iz zgradbe v primeru požara. Za to se 
uporabljajo lopute, ki se odprejo, ventilatorji, ki črpajo zrak iz prostora (MODT), 
in strešne kupole, ki se odprejo (NODT). 
 Vklopi ventilatorje, ki ustvarjajo nadtlak na stopniščih, namenjenih gasilcem. 
Zaradi nadtlaka se ogenj težje širi na stopnišče, tudi pri odpiranju vrat, kar 
omogoči gasilcem uporabo takih stopnišč. 
 Prenaša signale napake, plinskega opozorila in alarma s plinske centrale. 
 Centrala vse signale prenaša na varnostno nadzorni center (v primeru 
stalnega dežurnega mesta to ni potrebno). Prenos se vrši preko telefonske 
linije, GSM-vmesnika ali kombinacije obojega, če pa je na nadzorovanem 
območju vgrajena vlomna centrala, se prenos večinoma vrši preko nje. 
Poleg naštetih krmiljenj in kontrol se na požarno centralo velikokrat priključijo tudi 
signali, ki nimajo direktne zveze s požarom. Na centrali se ne prikazujejo kot požarni, 
ampak kot tehnični alarmi, saj gre za izliv vode, kontrolo različnih tehnologij, detekcijo 












Namen diplomskega dela je bil predstaviti projektiranje sistemov tehnične zaščite v 
poslovno-proizvodnih prostorih. Omejil sem se na tri, in sicer: protivlomni sistem, 
videonadzorni sistem in protipožarni sistem, ker jih pri svojem delu največ srečujem. 
Predstavljen je samo teoretični del projektiranja, in sicer standardi, ki so uporabljeni 
pri projektiranju in izvedbi posamezne tehnične zaščite, ter najbolj pogosti oziroma 
največkrat uporabljeni elementi vsakega posameznega sistema. Samo projektiranje 
je mnogo širše področje, kot je predstavljeno v tem diplomskem delu, saj so potrebni 
izobraževanje o novostih na trgu, pogajanje z naročnikom o tem, kaj sploh želi in je 
nenazadnje pripravljen plačati, ogledi na terenu, saj je včasih samo iz tlorisov in 
prerezov na računalniku težko dobiti sliko, kako objekt izgleda v realnosti. Poleg tega 
je velikokrat tako, da še tako dobra tehnična rešitev naročniku ni sprejemljiva, saj je 
velikokrat kvaliteta premo sorazmerno povezana s ceno. To se dogaja predvsem pri 
sistemih, ki niso zakonsko obvezni (videonadzor, protivlomni sistem, kontrola 
pristopa …), ter pri nadstandardni požarni zaščiti. Ravno na področju požarne zaščite 
imamo v Sloveniji še veliko rezerve, saj, kljub temu da je v določeni meri obvezna za 
novogradnje (ne velja za stanovanjske in manj zahtevne objekte), je še veliko 
starejših objektov, ki te zaščite nimajo. Tu bi se lahko vključile tudi zavarovalnice in z 
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