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облікових процедур з нею дасть змогу раціонально організовувати об-
лік та аналіз розрахунків з покупцями та замовниками на підприємстві. 
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Стійкий розвиток підприємств, їх виживання у сучасних непе-
редбачуваних економічних умовах значним чином залежать від ефек-
тивних шляхів забезпечення їх економічної безпеки.   
Не прогнозованість, динамічність, а іноді і агресивність факторів 
зовнішнього оточення актуалізує необхідність застосування дієвих та 
узгоджених важелів стратегії й тактики забезпечення економічної без-
пеки підприємств та захисту їх від несприятливого впливу загроз і ри-
зиків.  
Попередження прояву загроз і ризиків можливо завдяки задіяння 
системи моніторингу, раннього попередження та відповідного реагу-
вання на зміни, що відбуваються як поза межами підприємства, так і 
всередині нього. Саме з цією метою доцільним є рекомендувати підп-
риємствам задіювати у своїй роботі інструменти контролінгу.  
Питання контролінгу ґрунтовно викладено у працях численних 
фахівців, таких як: Басанцов  І.В., Давидович I.Є., Ковальова В.Д., Ру-
банов М.М., Яковлев Ю.П. та ін.  
На нашу думку, під контролінгом слід розуміти підсистему 
управління підприємством, що складається з методів та процедур облі-
ку, фінансової діагностики, контролю та планування, яка вчасно забез-
печує  керівництво  підприємства необхідною інформацією про зовні-
шнє та внутрішнє середовище, контролює усі сторони діяльності підп-
риємства, а також забезпечує прийняття управлінських рішень, що 
забезпечують підвищення ефективності економічної безпеки підпри-
ємства. 
Метою задіювання інструментів контролінгу є здійснення переві-
рок на всіх рівнях виконання поставлених завдань та вживання заходів 
для запобігання відхилень від запланованої мети розвитку підприємст-
ва, а отже і забезпечення його економічної безпеки.  
До кола функцій контролінгу відносяться: 
– моніторинг чинників економічної безпеки підприємства; 
– формування джерел потенціальної небезпеки; 
– формування системи індикаторів для подальшої оцінки рівня 
економічної безпеки; 
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– моніторинг змін у зовнішньому середовищі; 
– виявлення типів стану економічної безпеки. 
Перелічимо аргументи, що підтверджують важливість та доціль-
ність застосування контролінгу в забезпеченні економічної безпеки 
підприємства: 
1) так як загрози економічної безпеки підприємства є різноманіт-
ними, формування загального уявлення про стан підприємства вимагає 
побудови особливої системи, що формує й надає керівництву в необ-
хідному розрізі інформацію про стан справ на підприємстві, роль якої 
якнайкраще виконує контролінг; 
2) процес забезпечення  економічної безпеки підприємства вима-
гає застосування відповідного аналітичного інструментарію, який має 
в своєму розпорядженні контролінг; 
3) контролінг якнайкраще сприяє вирішенню задач, поставлених 
перед системою забезпечення економічної безпеки підприємства; 
4) інформаційне  забезпечення економічної безпеки  вимагає по-
будови  єдиної  інформаційної  системи  в  масштабах  всього  підпри-
ємства,  що забезпечується  через  впровадження  контролінгу; 
5) реалізація заходів в області забезпечення економічної безпеки 
підприємства вимагає побудови ефективної системи координації, роль 
якої відіграє контролінг. 
Вважаємо, що запровадження контролінгу в систему управління 
діяльністю підприємств є дуже важливим, це забезпечить як своєчасне  
виявлення і використання дієвих резервів підвищення результативнос-
ті підприємства, так і прийняття ґрунтових управлінських рішень для 
забезпечення економічної безпеки підприємства. 
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Процеси всеохоплюючої інформатизації країни, стрімке впрова-
дження інформаційних, комп’ютерних технологій у всі сфери життєді-
яльності суспільства актуалізує питання визначення обґрунтованих та 
ефективних шляхів забезпечення інформаційної безпеки.  
Інформаційна безпека активно впливає на економічну, соціальну, 
політичну та інші складові національної безпеки держави. Від виваже-
ної політики інформаційної безпеки, від ступеня захищеності, повноти 
і достовірності інформації у сучасному світі залежить стабільність со-
