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Abstract
Today wireless internet access, especially the IEEE 802.11 family WLANs, has
become widely available. Public hotspots emerge everywhere, from hotels to airports.
In addition, private usage also grows rapidly due to the offered convenience.

The current WLAN standard 802.11b does not offer service differentiation. Therefore
the quality of an offered service is often not guaranteed. However, a new standard
802.11e has been proposed to improve the quality of service provisioning. This new
standard introduces different Traffic Classes for different services and can prioritize
the traffic accordingly.

This report covers both the 802.11b and the 802.11e WLANs. In the first place it
provides investigation on file transfer times with TCP over 802.11b. This includes both
modelling and dynamic simulations. These models are shown to give accurate results
for large files. The second part focuses on 802.11e. The differentiation mechanism as
well as its performance with realistic service settings is examined through simulation
studies. The results provide some important characteristics of the 802.11e parameters
and advices for tuning an 802.11e network.
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Abstrakt
Sot qasje në internet wireless , sidomos IEEE 802.11 familja WLANs është bërë
gjerësisht i disponueshëm. Hotspotet publike shfaqen kudo, prej hoteleve deri te
airoprtet. Përveç kësaj, përdorimi private gjithashtu rritet me shpejtësi për shkak të
lehtësinë se ofruar.
Standardi i tanishëm WLAN 802.11b nuk ofron diferencim të shërbimit. Prandaj, cilësia
e shërbimit të ofruar shpesh nuk është e garantuar. Megjithatë, një standard i ri i
802.11e është propozuar për të përmirësuar cilësinë e ofrimit të shërbimeve. Ky
standard i ri prezanton klasa të ndryshme të trafikut për shërbime të ndryshme dhe
mund të bëjë prioritizimin e trafikut në përputhje me rrethanat.
Ky raport mbulon së bashku 802.11b dhe WLANs 802.11e. Në radhë të parë ajo
siguron hetim në kohë e transferimit të faillit me TCP mbi 802.11b. Kjo përfshin dy
modelimit dhe simulimet dinamike. Këto modele janë treguar të japin rezultate të sakta
për fajlle (fotografi) të mëdha. Pjesa e dytë fokusohet në 802.11e. Mekanizmi i
diferencimit si dhe performanca e saj me cilësimet e shërbimit realiste është shqyrtuar
përmes studimeve simulante. Rezultatet japin disa karakteristika të rëndësishme të
parametrave 802.11e dhe këshilla për akordim një rrjet 802.11e.
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1.Hyrje
Wireless Local Area Network (WLAN) u prezantua në fund të viteve 1990. Që atëherë
popullariteti i WLANs është në rritje për shkak të përmirësimit në shpejtësi të
transmetimit, fleksibilitet dhe të infrastrukturës me kosto të ulët.Më industrin e
telekomunikacionit të drejtë të rrjeteve konvergjente kërkesa për trafik multimedial të
tilla si video streaming, telekonferenca, dhe Voice over Internet Protocol (VoIP) në
WLANs është rritur. Kjo kërkesë është komplikuar më tej nga rritja e shpejtë në aftësitë
WLAN duke u integruar në pajisje periferike.Siguron drejtësinë e kërkesave duke
përfshirë vonesë dhe është i shqetësuar ndjeshëm, aplikimeve është jetike për rritjen e
ardhshme të rrjeteve pa tel. Megjithatë, duke siguruar një QoS të besueshëm për të
vonuar aplikime të ndjeshme, ndërsa mbajtjen e një nivel të pranueshëm të drejtësisë në
disa detyra sfiduese. Për rrjetet tradicionale Wired, sfida kryesore është kongjestion. Në
një rrjeti konvergjent kur pako marrin rrugë të ndryshme me nivele të ndryshme të
ngjeshur ose numër të ndryshëm të HOPS, jan nervoz dhe vonesa bëhet
paparashikueshme . Në mënyrë për të zgjidhur këto probleme dhe të sigurojn QoS më
tradicionale, Wired rrjeteve u janë propozuar disa skema. Disa skema që rezervoj
burime në një bazë për-rrjedhës dhe të tjera në një bazë për-klasë . Mekanizmat më të
njohura në Internet Protocol ( IP ) janë rrjetat e shërbimeve të integruara ( IntServ ) dhe
Shërbimet diferencuara ( DiffServ ) .Krahasuar me rrjetet Wired , WLANs përballen me
sfida të tjera të tilla si venitje channel , ndërhyrje , shumimin e lartë të vonesë , dhe
lëvizshmërinë e stacioneve . Prandaj tradicionalisht Wired mekanizmi QoS nuk mund të
zbatohen drejtpërdrejt në WLANs . Në mënyrë që të sigurojë QoS në WLANs 802.11
IEEE grupi punues e futi 802.11e IEEE standardin . 802.11e përcakton dy qasje
channel mekanizmat dmth, Enhanced Access Shpërndarë Channel ( EDCA ) dhe HCCA
Qasja kontrolluar Channel ( AKKSH ) . EDCA është një shpërndares në bazë të grindje
së kanalit të mekanizëm të qasje . HCCA është një pretendim i lirë , kanal qasje
mekanizëmi . Megjithatë , kufizimet e shumta janë identifikuar në dy EDCA dhe HCCA
. Kur rrjeti është i mbushur plot EDCA çon në uri trafikut me prioritet të ulët .
Kontrolli Pranimit Njesis ( ACU ) kryen pranimet e bazuar në algorithm që vijë të parë
për të shërbyr ( FCFS ) . Prandaj , mekanizmi i standardeve QoS, domethënë 802.11e ,
nuk ofron një mekanizëm të diferencuar prioritet caktimin duke rezultuar në
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padrejtësinë dhe uria e trafikut. Kjo sugjeruar një kërkesën efikase , dinamike dhe të
drejtë , bandwidth dhe algoritmin e kontrollit të pranimi për WLAN .
1.1 Deklarimi i problemit
Ka një rritje të madhe në aplikimet në kohë reale në rrjet pa tel. Këto aplikacione
kërkojë disa garanci, kufizojn vonesat dhe mundësitë minimale të caktuara të
transmetimit. Pra, siguria e cilësinë së shërbimit është bërë një çështje e rëndësishme.
Grupi punues 802,11 ka prezantuar një 802.11e variant që sugjeron zgjidhje të bazuar të
rrjedhjes duke përdorur rradhë prioritare në nyje , për të siguruar garanci QoS . Ajo
siguron garanci e vonesave për nyjet prioritare që të kandidojë aplikacionet në kohë
reale. Por me rritjen e numrit të nyjeve të lidhur me një Access Point të veçantë , rritja
vonesë . Pra , nuk ka nevojë të jetë një arkitekturë ose skema që do të sigurojë garanci të
forta dhe më pak vonesë dhe të japë një performancë të qëndrueshme të prodhimit edhe
me numrim të nyjeve . Koha kur kanali kalon në transmetimin e informacionit të
kontrollit është një pjesë e madhe e kohës totale. Për madhësi e pakove të vogla , këtë
herë është pothuajse gjysma e kohës aktuale të transmetimin të të dhënave . Është e
qartë se çdo jo-transmetimin i të dhënave është një humbje e kohës të kanaleve efektive
pasi nuk është kjo dozë e drejtpërdrejtë e rritur e xhiros . Pra , në qoftë se informacioni i
kontrolli është zvogëluar , kjo do të rrisë direkt kohën në dispozicion për transmetimin e
të dhënave aktuale në një kornizë të caktuar kohore . Kjo do të ndihmojë në rritjen e
xhiros së sistemit dhe të japë më shumë mundësi të transmetimit për disa nyje të
privilegjuara , duke ulur vonesat . Pra , do propozojmë një DTMA protokollar që e bën
përdorimin e mesazheve kontrollit implicite për të përmirësuar performancën.
Kontributet të rëndësishme të kësaj teze janë:
Një pasqyrë në punimet aktuale në fushën e WLANs.
Një protokoll dhënien rrepta dhe më pak garanci QoS
Analiza e 802.11e dhe modele teorike
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1.2 Objektivat

•

Performanca e TCP mbi IEEE 802.11b
Shqyrtojë performancën e shërbimeve duke përdorur TCP mbi IEEE 802.11b
WLAN. Masat e performancës relevante janë throughput, drejtësia dhe koha e
transfetit të fajllave.

•

Performanca e IEEE 802.11e, me rritjen e QoS në WLAN .
Shqyrtimi të efektet e parametrave të përcaktuara në IEEE 802.11e , domethënë
CWminTC , CWmaxTC, AIFSNTC dhe TXOPLimitTC me anë të analizave të xhiros dhe
të shqyrtojmë punën e 802.11e me një skenar të përbërë nga lloje të ndryshme të
shërbimeve.
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2. Kualiteti i kontrollit të shërbimeve
Ky kapitull jep përshkrim të shërbimeve QoS, protokolleve të transporti dhe WLAN
teknologjive. Në mënyrë që të tregojnë lidhje midis temave të mësipërme, Open System
Interconnection (OSI) modeli mund të përdoret ([OSI]). Modeli OSI përcakton një
kuadër të rrjetit për zbatimin e protokolleve në shtatë shtresa. Këto shtresa, së bashku
me raportin e tyre ndaj elementeve përkatëse, janë treguar në figurën 2

Figura 2-1. OSI dhe elementet e saj relevante : WB: Web browsing ;
VoIP: Voice over IP ;VoD: Video on Demand ; DL: Data Link layer ;
LLC: Logic Link Control ; MAC: Medium Access Control
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Brenda fushëveprimit të këtij raporti, shtresat përkatëse janë përshkruar në tabelën 2-1:
Shtresa e Aplikacionit,

Aplikimi dhe e end-user procese janë gjetur në këtë

shtresa 7

shtresa . QoS është identifikuar në këtë shtresë .

Shtresa e Transporti ,

Ofron transferimin transparent të të dhënave në mes

shtresa e 4

të sistemeve fund. TCP është një shtresë e
protokolleve te transportit .

Shtresa e Data Linkut ,

Përbëhet nga MACK dhe nënshtresa LLC .

shtresa e 2

Nënshtresa MAC kontrollon se si një kompjuter në
fiton qasjen e rrjetit në të dhënat dhe lejon për të
transmetuar atë . Shtresa LLC kontrollon kornizën e
sinkronizimin , kontrollin e rrjedhës , dhe
kontrollon gabimet . IEEE 802,11 ka një nenbashksi
të specifikimeve MAC .

Shtresa Fizike , shtresa e Kjo shtresë përcjellet përmes rrjetit në nivel
1

elektrike dhe mekanike . Ajo ofron mjete hardware
per dërgimin dhe pranimit e të dhënave mbi një
zgarë. IEEE 802,11 gjithashtu ka një nenbashksi të
specifikimeve për këtë shtresë .
Tabela 2-1. Shtresat relevante në modelin OSI

Seksioni 2.1 ofron një pasqyrë të shkurtër të llojeve të ndryshme të shërbimeve, të cilat
janë ofruar mbi internet. Këto shërbime kanë kërkesa të larmishëm për shërbimet dhe
për këtë arsye masat e Quality of Service (QoS) janë të domosdoshme për sigurimin e
shërbimeve adekuate. Brenda këtij objekti, kërkesat e shërbimit janë diskutuar në më
shumë detaje në seksionin 2.2. Në këtë hulumtim fokusi kryesor është mbi çështjet e
performancës QoS e TCP dhe IEEE 802.11e në WLAN, kështu përkatësisht seksioni
2.3 dhe 2.4 do të paraqesë karakteristikat më të rëndësishme të këtyre dy teknologjive.
Në seksionin 2.5 një përshkrim të shkurtër të mjeteve të simulimit të përdorur në
kërkimin shkencor, Rrjeti Simulator 2 (NS2), është i siguruar.
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2.1 Sherbimet në QoS
Shumëllojshmëria e shërbimeve të ofruara në internet është rritur me shpejtësi gjatë
viteve të fundit. Përzierje e këtyre shërbimeve ka pësuar një ndryshim të qartë. Përveç
trafikut të të dhënave konvencionale, një sasi në rritje të shërbimeve multimediale ka
dalë në internet.Fillimisht aplikacionet mbi internet kryesisht konsistojnë në transfer të
të dhënave, dmth përdoruesit do të rifitojn një faqe për shikimin ose shkarkojn
programe apo të dhëna të tjera relevante përmes FTP. Për këtë lloj të shërbimit
integriteti i të dhënave është shumë i rëndësishme. Norma e dergimit të të dhënat të
aplikcioneve nuk është konstante, varet nga kapaciteti i nje lidhje konstante në
dispozicion.Si të fitohet më shumë bandwidth në dispozicion dhe përparime të
teknologjisë, shumë shërbime multimedia janë duke u ofruar sot. Dy llojet më dalluese
kanë dalë: në kohë reale te shërbimeve streaming dhe në kohë reale të shërbimeve
interaktive. Një nder shërbimet me popullor është streaming Video on Demand (VOD),
me të cilin një klient mund të kërkojë një film nga një server në internet dhe te shikoj
atë gjatë pritjes së të dhënave. Kur një shërbim streaming është aktive, serveri do të
transmetojë paketat e të dhënave në një normë të caktuar të klienti, zakonisht në një
normë konstante bit (CBR). Megjithatë, gjendja e lidhjes midis serverit dhe klientit
ndryshon me kohën. Rezultati është se pakot mbërrijn në një kohë vonesë të
ndryshueshme dhe shkalla e marrjes nuk është e njëjtë me shkallen dërguese. Për të
siguruar se video është luajtur normalisht, shpesh është një i ashtuquajturi tampon jam
nervoz i pranishëm të klienti për të ruajtur streaming e përkohshme të paketave të të
dhënave. Filmi ka filluar të shfaqet të klientin nëse tampon është e mbushur me një
nivel të caktuar. Në rast se pakot e të dhënave mbërrijnë vonë për shkak të lidhjeve të
mbushura plot përkohësisht, klienti është ende në gjendje për të luajtur nga tampon.
Tampon është i rimbushet përsëri kur lidhja e ngjeshur është e gjatë .Në shërbimet
interaktive një shembull popullor është Voice over IP (VoIP). VoIP ofron shërbimin
telefonik, ku përdoruesit mund të bisedojn me njëri-tjetrin në kohë reale. Sinjalet e zërit
janë të përpunuara nga encoder në burim, transmetohet përmes rrjetit dhe riprodhohet
me një decoder përsëri në destinacionin 1. Për shkak të natyrës së bisedave, ky lloj i
shërbimeve ka ri-drejtuar trafikun e të dhënave. Krahasuar me streaming e shërbimeve,
rrjedhat e gjetura në shërbimet interaktive gjithashtu kanë pak normë konstante, por
zakonisht madhësi shumë të vogël të pakove. Në hulumtimin tonë në do të
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përqëndrohemi në shfletimin e aplikacioneve web , FTP rikthimi i të dhënave , video
mbi kërkesën dhe Voice over IP.
2.2 Cilësia e Shërbimeve
Për shkak të shumëllojshmërsi në rritje të shërbimeve të ofruara në internet, Quality of
Service (QoS) është një temë sfiduese. Sipas ITU-T, QoS është definuar si më poshtë
([ITU-E800]):
" Cilësia e Shërbimit është efekti kolektiv i shfaqjeve të shërbimit që përcaktojnë
shkallën e kënaqësisë së një përdorues të shërbimit "
Llojet e ndryshme të shërbimeve kanë kërkesa të ndryshme në rrjet. Kjo ka rendesi të
madhe për inxhinierët e telekomit për të hartuar një rrjet që mund të plotësojnë këto
kërkesa në mënyrë adekuate. Nëse në konsiderojmë se në të dhënat e trafikut nuk ka
kërkesa specifike, përveç se integriteti i dosjeve apo faqet e internetit duhet të jetë e
garantuar. Megjithatë, për të përmbushur cilësinë e dëshiruar të një përdoruesi të
shërbimit, është e rëndësishme që të ketë të dhënat të transmetuara brenda një kufiri
kohor të caktuar, d.m.th një xhiro minimale duhet të jetë në dispozicion për këto
përdorime. Nëse file transferohet me koha është një tregues i rëndësishëm i
performancës për këtë lloj të shërbimeve. Në kohë reale të shërbimeve janë kërkesa më
të rrepta. Në shërbimet streaming nuk ka asnjë ndërveprim qe kërkohet midis serverit
dhe klientit. Kjo do të thotë se vonesa nuk është një çështje e rëndësishme në sigurimin
e këtij lloji të shërbimeve. Megjithatë, për shkak të ndjeshmërisë së veshëve dhe syvë të
njeriut kërkesa mbi humbjen e informacionit është shumë e rreptë. Humbja e
informacionit shkakton shtrembërim në sinjal të të folurit ose video dhe veshët dhe sytë
e njeriut janë vetëm tolerante për një sasi të caktuar të shtrembërim. Brenda një pako
kalon rrjet si interneti tanishme, humbje informacioni është shkaktuar kryesisht nga
humbjet e paketave dhe prandaj masa e performancës është definuar në kushtet e
humbjes së raportit paketes (PLR). Përveç shtrembërimit të sinjalit, shumë kode edhe
vet tolerojë një sasi maksimale të humbjes së paketave.Në shërbimet interaktive, cilësia
e një bisedë me zë është prekur në masë të madhe nga një mënyrë vonesë. Nëse vonesa
kalon një kufi të caktuar, kjo do të ndikojë në dinamikën e bisedes. Pragu është renditur
të disa qindra miliseconds ([Schneiderman]). Përveç kësaj, veshi i njeriut është shumë i
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ndjeshëme ndaj variacioneve të vonesës afatshkurtër, i njohur gjithashtu si jitter (jam
nervoz), e cila është përcaktuar si devijimi standard i vonesës së packets. Përveç vonesë
dhe jitter (shqetsimit), ndikimi i humbjes së informacionit duhet të konsiderohet
gjithashtu, në aspektin e raportit të humbjes së pakove.Humbja e paketave është e
lidhur me vonesën dhe jitter ( shqetesimit , nervozes) , nëse pakot kalojn një prag të
caktuar atëher janë konsideruar gjithashtu të humbur. Duke marrë parasysh këto
kërkesa, ITU-T ka dhënë një indikacion të performancës të përshtatshme për lloje të
ndryshme të shërbimeve. Një pjesë e objektivave të performancës është tregouar në
tabelën 2-2 ([ITU-G1010]):
Data services
Application Degree of
symmetry

Typical

Key performance parameters and target

data

values

amount

1-way delay

Delay

PLR

jitter
Web

One-way

~ 15 KB

browsing

Preferred <2 s

N.A.

zero

N.A.

zero

N.A.

zero

Acceptable <
4s

Interactive

Two-way

< 1 KB

one-way

10 KB-10

< 200 ms

games
Bulk data
retrieval

MB

Preferred < 15
s
Acceptable <
60s
Streaming services

Audio

One-way

streaming
Video on

128

< 10 s

<< 1 ms

<1%

Kbps
One-way

demand

480

< 10 s

<1%

Kbps
Interactive services
Degree of

Application symmetry

Typical

Key performance parameters and

data

target values
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amount

1-way

Delay jitter

PLR4

delay
Voice over

Two-way

64 Kbps

IP

< 150 ms

< 1 ms

<1%

preferred
< 400 ms
limit

Video
phone

Two-way

384
Kbps

< 150 ms

<1%

preferred
< 400 ms
limit

Tabela 2-2 . Objektivat e performancës për të dhëna , kulimi dhe shërbimet interaktive

2.3 Protokollet e transportit UDP dhe TCP
Protokollet e transportit kanë një funksion të rëndësishëm në transmetimin e të dhënave
në Internet. Protokollet, të cilat janë përdorur kryesisht janë User Datagram Protocol
(UDP) dhe Transmission Control Protocol (TCP). Në do të shpjegojmë këto dy
protokolle në më shumë detaje më poshtë.
2.3.1 User Datagram Protocol (UDP)
User Datagram Protocol është një protokoll connectionless. UDP është zhvilluar për të
punuar me IP si protokolli themelor. Nuk është një grup minimal i informacionit të
protokollit shtuar nga UDP dhe ajo nuk jep asnjë garanci për mbrojtjen dorëzimit apo
kopjimit. Brenda UDP nuk ka asnjë mekanizëm reagime të pranishëm. Kjo nënkupton
se një burim UDP nuk mund të zbulojë kushtet e rrjetit në lidhje me mbipopullim ose
lidhje dështimi. Shkalla e dërgimit të një rrjedhje te UDP është e përcaktuar nga shkalla
në të cilën aplikimi gjeneron të dhënat, aftësitë e burimit (CPU, norma ora, etj) dhe
qasja e bandwidth në burimit të internet. Megjithatë, marrja host nuk do te thot
domosdoshmërisht të marrë të gjitha të dhënat kur rrjeti është i mbushur plot,
transmetimi i të dhenave UDP mund të humb për shkak së buffer ruteri del nga shtrati.
Kështu, norma që të merrni është e kufizuar nga bllokimet e rrjetit edhe në qoftë se
norma e dërgimit nuk është e kufizuar. UDP është më e përshtatshme për shërbimet në
kohë të rrepta, ku ritransmetimet janë të pakuptimta për shkak të kërkesave që vonojnë.
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Për këtë arsye, në shërbimet në kohe reale interaktive dhe në kohë reale streaming
shërbimi UDP është aplikuar. Krahasuar me TCP e siperme shtuar nga UDP është
shumë e ulët, vetëm 8 bytes. ([UDP])
2.3.2 Transmission Control Protocol (TCP)
Një ndër protokollet e transportit që është aplikuar shumë është Transmission Control
Protocol (TCP). Në kundërshtim me UDP, TCP është një protokoll lidhje-orientuar dhe
projektuar për të siguruar garancinë e ofrimit dhe mbrojtjen e kopjimit. TCP kërkon një
lidhje për të ngritur dhe mbajtur gjallë midis dy ushtrive për dërgimin e një sasi të
caktuar të të dhënave. Me mekanizmin e ndërtuar në reagime, një burim TCP mund të
zbulojë nëse një pako ka qenë e humbur dhe të transmetojë atë. Feedback është realizuar
nga njohja ashtuquajturës (ACK 5) paketave dërguar prapa nga stacioni destinacionit.
Mekanizmi i reagimit gjithashtu bën të mundur për TCP për të zbuluar kushtet e rrjetit
mbi të cilën norma e dërgimit është llogaritur. TCP shkon më lart në rrjetin sesa UDP.
Përveç shtesë TCP paketave ACK , koka TCP është edhe më e madhe se UDP. Në
varësi të zbatimit, madhësia TCP header varion midis 20 dhe 40 bytes. ([TCP])
.Intervali kohor në moment dërgon një sinjal dhe në moment marrë përgjigje të
përcaktuar si Round-Trip-Time (RTT). RTT përmban dy komponente kryesore: një
pjesë fikse që është shkaktuar nga shumimi i vonesave, dhe një pjesë ndryshore që është
shkaktuar nga rradhitja e vonesave, të cilat varen nga shkalla e ngjeshur në lidhjet e
transmetimit. TCP përditëson vleren RTT bazuar në diferencën kohore mes dërguesi për
të transmetuar një pako të dhënave dhe për të marrë TCP përkatës ACK. Një stacion
dërgimi është i lejuar për të transmetuar pako më shumë gjatë një RTT. Numri
maksimal i paketave të pazgjidhura, të cilat kanë qenë të dërguar dhe nuk janë pranuar
ende, përcaktohet nga madhësia e dritarës. Pasi një lidhje është themeluar, dërguesi do
të fillojë të transmetojë të dhënat me një madhësi të parazgjedhur të dritares. Dritarja
është mirmbajtse e dërguesit dhe të rregullon më ardhjen e pakos njohjes TCP. Kjo i
lejon të akorduar TCP madhësinë e dritares dinamike sipas kushteve të rrjetit.
Algoritmet e aplikuara për këtë proces kanë evoluar gjatë viteve dhe kështu të ndryshme
në të gjitha versionet TCP.
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TCP Tahoe
Ndër të gjitha versionet e TCP të aplikuara deri me sot, TCP Tahoe mund të gjenden në
një sasi të madhe të stacionet e punes. Hulumtimi ynë është i bazuar edhe në këtë
version të TCP. TCP Tahoe bëri paraqitjen e tij të parë në vitin 1988. Ajo shtoi një sërë
algoritme të reja dhe perpunimet të implementimeve të parakohshme. Përmirësimet
kryesore përfshijnë fillim të ngadaltë (Slow Start), shmangia e mbipopullimit
(Congestion Avoidance) dhe ritransmetimet e shpejta (Fast Retransmit). Ekziston edhe
një sqarim në vlerësimin e RTT se përfshihen përmirësimin e performancës se TCP. Më
poshtë në do të japim një përshkrim të shkurtër të këtyre tipareve.
Slow Start
Siç u tha më parë, dërguesi në çdo lidhje TCP mban një dritare të numrit maksimal të
paketave të pazgjidhura. Kjo është quajtur dritare mbipopullim (cwnd) . Në të njëjtën
kohë është edhe një dritare që reklamohent nga marrësi. Kur një lidhje e re TCP është
themeluar në një rrjet, cwnd është iniciuar në një pako. Çdo herë që një TCP ACK është
pranuar nga dërguesi, ajo rrit cwnd e saj nga një. Kjo siguron një rritje eksponenciale të
cwnd gjatë fillimit të ngadaltë në çdo RTT. Numri maksimal i paketave dalëse është
rritur në përputhje me rrethanat.
Congestion Avoidance
Në një pikë të caktuar kapaciteti i rrjetit mund të arrihet dhe lidhja do të fillojë të bjerë
derisa pakot largohen. Ka dy indikacione për dërguesit që pako janë rënë nga linku: Kur
një time-out ndodh (ekziston një kundër time-out në dërguesit për çdo paketë), ose kur
kopjet e paketave TCP ACK janë pranuar.Nëse dërguesi zbulon se lidhja i është "
mbushur plot", algoritmi i shmangjës se mbipopullimit do të shfaqet dhe do të aplikohet.
Në së pari do të prezantojm një tjetër parametër te rëndësishëm të TCP, the Slow Start
Threshold (ssthresh). Krijimi i një ssthresh lidhje TCP është vendosur për një vlera të
parazgjedhur, e cila është e varur mbi zbatimin TCP. Në momentin që dërguesi është i
vetëdijshëm për bllokimet e lidhjes, dmth time-outs apo AKSs kopjet kanë ndodhur, ajo
vendos ssthresh për një gjysmë të cwnd të tanishme dhe të vendosur cwnd me një. Ky i
fundit normalisht do të thotë se burimi TCP ka të bëjë përsëri me fillim të ngadalshëm
(cwnd <ssthresh). Në një moment të caktuar Cwnd do të jetë më i madh se ssthresh
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(gjysmë rrugë deri në pikën e mëparshëm të mbipopullim), dhe pastaj përplasja
shmangien do të marrë përsipër. Nga tani e tutje do të rritet 1/cwnd në çdo pritje të
suksesshëm të ACK. Kjo rezulton në një rritje të një cwnd në çdo RTT, në krahasim me
rritjen eksponenciale gjatë fillimi të ngadaltë.
Në Figuren 2-2 është treguar fillimi i ngadalshëm dhe mekanizmi i shmangies se
përplasjes se një lidhje TCP.

Figura 2-2. TCP: Fillimi i ngadalshëm dhe shmangia kongjestion

Delayed Acknowledgement (Mirnjohje e vonuar)
Normalisht marrësi TCP nuk dërgon menjëherë një ACK pas një pako të dhënave TCP
arriti me sukses. Në vend të kësaj , ato do të presin për të parë nëse ka të dhëna që do të
dërgohen për dërguesin të tilla që ACT mund të dërgohen së bashku . Për këtë arsye ,
një TCP ACK duhet vetëm të gjenerohet dhe dërgohet nga marrësi kur : Asnjë ACK ka
qenë i gjeneruar për pako të marra më parë . Një interval i caktuar kohor ka skaduar
prej kur nuk pranoi paketën e fundit, zakonisht intervali është 200 milisekonda.
Në thelb ajo thekson se një pako TCP ACK do të gjenerohet për çdo pako të tjera të të
dhënave të marra në një lidhje të caktuar, përveç nëse koha e vonuar (zakonisht 200 ms)
ka skaduar. Kjo quhet njohje e vonuar. Një përjashtim i këtij algoritmi është në situatë
në të cilën mbërriti një pako e të dhënave e deshtuar. Në këtë rast një dublikatë ACK
është prodhuar dhe transmetuar menjëherë. Në këtë pakete ACK dërguesi mund të gjeje
informacion të numrit rend të paketës me të meta dhe transmetojë atë në përputhje me
rrethanat.
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Fast Retransmit ( ritransmetimet e shpejta)
Një dublikatë ACK mund të shkaktohet nga riorganizimi i segmenteve, dmth për shkak
të rrugëve të ndryshme pako TCP mund të mbërrijë në një tjetër mënyrë. Prandaj, TCP
aktual nuk do të supozoj që pakot jenë të humbura kur një ose dy pako duplikat ACK
janë pranuar. Megjithatë, në qoftë se tre ose më shumë pako duplikat ACK mbërrijn në
një rresht, ajo do të jetë një tregues i fortë se një pako TCP e të dhënave është e humbur.
Në këtë rast TCP Tahoe do të ritransmetoj atë që duket të jetë humbur, pa pritur qe
ritransmetimi kohor të perfundoj. Kjo thirret ritransmetim i shpejet.
Versione tjera TCP
TCP Reno
TCP Reno e parë është aplikuar në vitin 1990. Ajo ruan të gjitha përmisimet në TCP
Tahoe, vetem operacionet e ritransmetimit të shpejt janë ndryshuar për të përfshier
sherim të shpejt. Në këtë algorithm cwnd nuk do të zvogëlohet në një, por për ssthresh
në ndodhjen e ritransmetuar shpejte. ([Stevens])
TCP Vegas
Brenda TCP Vegas ndryshimet kanë qenë të bëra vetëm të dërguesit. Pas prezantimit të
saj në vitin 1994, ajo ka qenë e thënë se TCP Vegas mund të përmirësojë xhirot nga
40% -70% dh reduktimin e humbjeve nga 50% -80% në krahasim me TCP Reno.
Përmirësimi kryesor në TCP Vegas është që të japë parashikimin më të mirë për
mbarimin dhe të planifikojë ritransmetimin në mënyrë më efikase. Një nga avantazhet
më të mëdha në TCP Vegas është aftësia për parashikime të ngjeshur, dhe të rregullojë
normën e transmetimit të saj në përputhje me rrethanat ([Vegas]) .
2.4 IEEE 802.11 Wireless Local Area Networks
Rrjetet Wireless Local Area kanë përjetuar një rritje të shpejtë në vitet e fundit. Si në
domenin privat dhe në pikat e nxehta publike WLANs janë përdorur për të siguruar
konsumatorët me zgjidhje të lirë dhe të shpejtë pa tel. Shumica dërrmuese e WLANs të
përdorura sot janë vendosur sipas standardit IEEE 802.11. Besohet së WLAN do të
vazhdojë të rritet në vitet e ardhshme për shkak të fleksibilitetit të saj dhe avantazhet
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ekonomike. Specifikimin IEEE 802.11 përshkruan dy topologji të rrjetit: ad-hoc dhe
mënyra e infrastrukturës. Një WLAN është operativ në nje ad-hoc mode, nëse
terminalet pa tel direkt komunikojnë me njëri-tjetrin në një grup të shërbimit të pavarur
bazë (IBSS) pa lidhjes me rrjetin Wired backbone. Në regjimin e infrastrukturës,
terminalet pa tel komunikojnë nëpërmjet rrjetit Wired përmes një Access Point (AP).
Stacionet pa tel dhe AP formojnë një grup bazë të shërbimit (BSS), dhe transmetimi i të
dhënave ndermjet stacioneve bëhët në AP. Ndonjëherë shume APs janë të lidhura me
njëri-tjetrin për të formuar një grup të zgjeruar të shërbimit (ESS) ([802.11]). Edhe pse
AP ka të dhëna për të transmetuar më shumë se çdo stacion wireless tjetër, kjo nuk do te
ketë një medimu të qasjes së kontrollit të ndryshme së stacinet e tjera. Mënyra e
infrastruktures dhe ad-hoc jane ilustruar ne figuren 2-3.

Figura 2-3. Ad-hoc dhe mënyra e infrastrukturës

WLAN IEEE 802.11 specifikohet si një shtresë fizike dhe një shtresë MAC. Gjatë
viteve të fundit grupe të ndryshme punusë janë formuar për të zgjeruar atë për qëllime të
ndryshme. Përmisimet nga grupet e detyrave krysore janë treguar në figurën 2-4.
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Figura 2-4. IEEE 802.11 dhe shtojcat kryesore të saj në modelin OSI

2.4.1 IEEE 802.11 standardet , versioni i viteve 1999
Në specifikimet origjinal 802.11 një WLAN qasje ka një normë prej 1Mbps ose 2Mbps.
Për shtresën fizike WLAN, tri teknika janë specifikuar : Direct Sequence Spread
Spectrum (DSSS), Frequency Hopping Spread Spectrum (FHSS) and infra-red (IR).
([802.11]). Në standardet 802,11 dy shtresa të protokollevve MAC janë përcaktuar,
domethënë Funksioni i Kordinimit Shpërndarë (DCF) dhe opcional i Pikë Funksioni
Kordinimit (PCF). Kjo e fundit është vështirë e përdorur në produktet aktual.
Distributed Coordination Function
DCF është projektuar për të mbështetur të dhënat asinkron në një bazë të përpjekjeve
më të mirë. Sot shumica e pajisjeve 802,11 IEEE veprojnë vetëm në këtë në mënyrë.
DCF është i bazuar në Carrier Sense Multiple Access with Collision Avoidance
(CSMA/CA) portokolle. Pjesa më e rëndësishme e kësaj procedure është mekanizmi
backoff aplikuar para transmetimet të paketave. Kur një stacion (STA) ka një pako për
të dërguar, ajo së pari do të dëgjoni mediumin. Nëse mediumi është i zënë, ai do të
fillojë një procedurë të shtyjë backoff. Pas zbulimit së mediumi pa tel ka qenë i papunë
për një hapësirë radhazi DCF Interframe kohor (DIFS) , STA mban dërgimin e
mediumit për një kohë shtesë të rastit që quhet periudha backoff. Paketa do të
transmetohet në qoftë së mediumi mbetet boshe, pasi periudha backoff ka skaduar.
Gjatësia e periudhës së backoff përcaktohet nga e ashtuquajtura dritare sherri
(Contention Window) (CW), e cila është ruajtur veçmas në çdo stacion wireless në një
BSS. Në një vlerë të rastit integer (dritare backoff) është tërhequr njëtrajtshme nga
intervalin [0, CW], dhe ky është intervalit kohorë në një periudhë backoff. Nëse ndonje
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medium është i papunë për kohëzgjatjen e një intervali kohorë, dritare backoff do
pakësohen nga një dhe ky proces vazhdon për aq kohë sa mediumet mbeten boshe. Kur
dritarja backoff arrin 0, stacioni do të transmetojë pako të të dhënave. Nëse medium
wireless ndihet i zënë gjatë procesit backoff, numerimi mbrapesht i dritares backoff do
të pezullohet. Ajo rifillon me vlerën e mbetur, kur medium është percëptuar papunë për
një DIFS rresht. Herë pas herë stacionet duhet të presin për një Interframe Extended
Spacing (EIFS) në vend të një DIFS para paksimit të dritares (mbetur) backoff. Kjo
ndodh pasi stacioni zbulon se origjina e një kornizë nga stacionet e tjera nuk është
pranuar saktë. EIFS ka një kohëzgjatje më të mëdha sesa DIFS.
802,11 specifikon se nëse një pako arrin në medium derisa është i papunë, stacioni
vetëm do të duhet të presë për një DIFS e kohës boshe para se të fillonte transmetimin.
Asnjë dritare backoff s‘do të hartohet në këtë rast.
Vlera fillestare CW (CWmin) është identik për të gjitha stacionet në një WLAN 802,11
IEEE . Prandaj të gjitha stacionet do të kenë probabilitet të barabartë për të hyrë në afat
të mediumit dhe në këtë mënyrë numrin e paketave të transmetuara në kthesë të gjatë.
Egziston një probabilitet se burime të shumta transmetojë pako në të njëjtën kohë .
Ndërkohë që një STA është duke u transmetuar, ajo nuk mund kuptoj vepriminë e
stacioneve të tjera për shkak të ndërhyrjes me sinjalin e vet. Për këtë arsye ajo nuk
mund të zbulojë përplasje gjatë transmetimit. Pas marrjes së një pako me sukses,
stacioni i destinacionit pret një kohë të shkurtër Spacing interframe (SIFS) dhe dërgon
një mirënjohje (MAC ACK) pako për dërguesi. Një SIFS është më e shkurtër se një
DIFS të tilla që transmetimi i paketes MAC ACK nuk do të ndërpritet nga transmetimet
e të dhënave të tjera. Kjo do të thotë se në qoftë se burimet e stacioni nuk kanë marrë
një paketë MAC ACK në kohë , këtu mund të konkludojmë se paketa nuk arrijnë të
sakta. Në këtë rast ajo do të llogaritur me një CW të ri:
CWnew = min[CWmax , 2 × (CWold +1) −1]

(1)

në të cilën CWmax është kufiri i sipërme për tregues të rritjes së CW. Stacioni fillon një
procedurë të re backoff me CWnew . IEEE 802,11 specifikon një numër maksimal të
rigjykuar të përpjekjeve për transmetimin e çdo pako, pas së cilës pako do të ndërpritën.
Numri i perpjekjeve të rigjykuara varet nga madhësia paketës.
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Procesi backoff është ilustruar në figurën 2-5, ku disa pako janë dërguar nga stacionet
ndaj AP.

Figura 2-5. IEEE 802.11 DCF procesi backoff në mënyrën themelore

Operacioni i regjimit përshkruar më lartë është quajtur Basic Access Mode. Për më
tepër , ka një tjetër menyrë të definimit në specifikimin IEEE 802.11, domethënë RTS
/ CTS mode . Request To Send (RTS) dhe Clear To Send (CTS) korniza shtesë të
kontrollit në këtë skemë në krahasim me regjimin themelor të qasjes, një STA mund të
rezervoj Bandwidth të mesme para një transmetim të një Datagram duke shfrytëzuar
këto korniza të kontrollit. Kur veprojnë në RTS / CTS mode, një STA dërgon një pako
RST duke e pretenduar të sukseshsmë për medium wireless. Pako RTS mbart
informacionin e kohëzgjatjes së transmetimit të paketës në pritje të të dhënave në
stacionin e mbërritjes. Të gjitha stacionet tjera në të njëjtën BSS do të lexojnë këtë
informacion nga pako e RTS dhe përditësimin e Network Allocation Vector (NAV)
(NAV) në përputhje me rrethanat. Në NAV një STA do të ruajë informacionin sa kohë
që mediumi do të jetë i zënë. STA destinacioni dërgon një pako CTS në stacionin
dërguese. Përsëri, ekziston një fushë e kohëzgjatja në krye të paketës CTS dhe ky
informacion do të përdoret nga të gjitha stacionet në BSS për të rinovuar NAV tyre.
Nëse pako CTS arriti me sukses në stacionin burimor, ajo pastaj mund të transmetojë
pakon e saj të të dhënave pa ndonjë ndërprerje nga stacione të tjera .RTS / CTS skemë
është ilustruar në figurën 2-6 , ku disa pako janë të transmetuara nga stacionet në
drejtim të AP.
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Figura 2-6. IEEE 802,11 DCF procesi backoff në regjimin RTS / CTS

Regjimi RTS / CTS mund të parandalojë STA duke ekspozuar problemet e fshehur të
STA , shiko grafikun 2-7 dhe figurën 2-8.

Figura 2-7. Problemi i fshehur STA

Në regjimin e qasje themelore C nuk mund të zbulojnë se A është duke transmetuar
drejt B. Prandaj ajo do të marrë mediumin që është i lirë dhe të transmetojë pakon e vet
drejt B ndërkohë një përplasje do të zhvillohet në B.

Figura 2-8. Problemi i ekspozuar STA
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B është duke transmetuar drejt A , C do të mendojnë se mediumi është i zënë kështu që
ajo do të mbajë paketën e saj për D, ndërkohë që transmetimi tek D është mundur në të
njëjtin moment .Një disavantazh i madh i mënyres themelor është se një përplasje do të
marrë kohën e transmetimit të gjithë paketave të të dhënave. Në një rrjetë ku shumë
stacione janë konkurruese për medium wireless, përplasjet do të zhvillohen shpesh.
Humbja në perplasje mund të jenë shumë domethënës. Kur veprojm në regjimin RTS /
CTS, një përplasje do të përfshijë vetëm një pako RTS . Për shkak të madhësisë së tij të
vogël (RTS është 20 bytes), mbetja e bandwidth është shumë më e kufizuar sesa një
përplasje me gjatësi të plotë MAC në pako të të dhëna . RTS / CTS nuk është
gjithmonë mënyra më efikase. Shtresa e kontrollit të kornizave prezanton shtesa për të
dhënat e transmetimit. Prandaj në një rrjet me disa stacione konkurrente, ku goditjet nuk
ndodhin shpesh, RTS / CTS skemë do të ketë një ndikim negativ në efikasitetit të
mesme. Ngarkesat e madhësia së paketave të të dhënave duhet gjithashtu të merren në
konsideratë , pasi ngarkesa e paketave të prezentuara RTS / CTS nuk do të kompensojë
mbetjet e përplasjes në pako të vogla të të dhënave. Prandaj specifikimi i IEEE 802,11
përcakton një prag të menaxhueshëm, të tilla që paketat të mëdha janë transmetuar në
regjimin RTS / CTS dhe pako të vogla në mënyrën e qasjes themelore. Brenda DCF ,
nuk ekziston asnjë mekanizëm për të garantuar vonesë minimale për të mbështetur
stacione ku koha e obliguar është shërbim i dëshiruara.
Point Coordination Function
Një funksion tjetër i përcaktuar në koordinim 802,11 është Koordinimi Pika Funksioni
(PCF) . PCF është i bazuar në mekanizmin sondazh-dhe-përgjigje . Në çdo BSS ka një
pikë kordinimi (PC) . Zakonisht funksioni i PC kryhet nga pika e qasjes në BSS .
Brenda PCF PC do të caktojë stacione të tjera timeslots për të transmetuar në një
pretendim pa bazë (QS). PCF do të bashkë egzistoj me DCF dhe do të zhvillohet në
intervale të rregullta, ku ajo është aplikuar. PCF është përdorur në të ashtuquajturën
periudhë grindje (CFP) pa alternuar nga DCF në periudhën e grindjes (sherrit)(CP) . PC
fillon një CFP duke dërguar një kornizë zjarri sinjalizues. Kjo është bërë kur kuptimi i
mediumit është i papunë për një PCF interframe spacing interval (PIFS) . Si një PIFS
është më e shkurtër se DIFS. PC është në gjendje që të fillojë një CFP para se stacionet
e tjera mund të fillojn pretendimin për medium wireless . Stacionet në BSS do të rifitoj
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informacion të kohëzgjatjes së CFP vjen nga kornizë e zjarrit sinjalizues. Urdhëri i
votimit është përcaktuar nga një listë votimi që mbahet në PC . Kur një SIFS ka kaluar
pas transmetimit të kornizës fener , PC fillon transmetimin CF , duke dërguar një CFsondazh (nuk ka të dhëna) , në stacionin e parë në BSS . Pas marrjes së një prej
kornizave të përmendura , destinacioni i stacioni i përgjigjet pas një intervali SIFS duke
dërguar një CF-ACK (nuk ka të dhëna), ose një të dhënave + CF-ACK kornizë . Kur
këto pako janë marrë me sukses nga PC , ajo mund të përsërisë të njëjtën procedurë në
stacionin e njëjtë ose në stacionin e ardhshëm në listën e votimit . Nëse PC nuk merr
asgjë brenda një intervali PIFS nga vendvotim , ajo do të vazhdojë sondazhin në
stacionin e ardhshëm në listën e votimit . PC mund të përfundojë CFP duke dërguar një
kornizë CF-END . Shembull në çdo kohë pasi medium është zbuluar papunë për një
interval SIFS ([802.11], [Prasad]) . Skema PCF është ilustruar në Figurën 2-9.

Figura 2-9. Transmetimin i të dhënave në mënyrë PCF
CP: Periudha grindjes CFP: Periudha pa grindje

Sepse PCF është një metodë centrally-controlled (qendra e kontrolluar) , ajo mund të
ofrojë përparësi të kufizuar për stacionet ku kohët e obligimit janë shërbime të
dëshiruara, p.sh. me vendvotimeve të tilla më shpesh , kështu edhe për t'u dhënë atyre
më shumë mundësi për të marrë dhe të transmetojnë të dhëna . Megjithatë, shumë
dobësi janë identifikuar , të tilla si e shkurtuar CFP , kohëzgjatja e panjohur në
transmetimin e vendvotimeve dhe vështirësitë për të parashikuar sasinë e kornizës STAs
që dëshironi të dërgoni . Edhe më tepër , nuk ka asnjë ndërfaqe të menaxhimit të
përcaktuar për të ndërtuar dhe të kontrolluar operacionet PCF . Kjo efektivisht rezulton
në një vendosje shumë të kufizuar të PCF në WLANs aktual .
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2.4.2 IEEE 802.11b
Në vitin 1999 , 802.11b Task Grupi u formua për të zhvilluar WLANs që janë të afta të
veprojnë në normë më të lartë të qasjes , deri tek 11Mbps. 802.11b WLANs siguron
normat e të dhënave shtesë prej 5.5 dhe 11 Mbps varësisht nga forca e sinjalit në rrjet
specifik . Shtresa PHY është rritur me High Rate-Direct Sequence Spread Spectrum
(DSSS) , i njohur gjithashtu si Complementary Code Keying (CCK) . Megjithatë ,
mekanizmat MAC të përshkruara në seksionin 2.4.1 janë të pandryshuara për IEEE
802.11b , kështu që në përgjithësi 802.11b mund të trajtohen si trashëgimi e 802,11 me
normë më të lartë të qasjes ([802.11b] , [Prasad]) . Aktualisht 802.11b WLAN është
gjerësisht shumë e aplikuar dhe ka zëvendësuar trashëgimin më WLANs 802,11 .
Jo të gjitha bitet e dërguara nga një stacion mund të përfitojnë nga normat më të larta të
qasjes . 802,11 PHY përcakton një strukturë të paketes me tri pjesë kryesore :
1. 1.Preamble (parathenje) - shërben për zbulimin e sinjalit dhe sinkronizimi ;
2. Header ( kryefaqe) - mbart informacion në lidhje me normën e të dhënave-dhe
paketavë ;
3. 2.Payload (ngarkesë) - ruan të dhënat reale .
Dy Preamble dhe headers të ndryshme janë përcaktuar : preamble dhe headers të detyrueshme
të gjatë dhe preamble dhe headers një opsional të shkurtër . Të dy Preamble dhe header
transmetohen me 1 Mbps normë të të dhënave . Nëse preamble dhe header të shkurtër janë
përdorur , preamble përmban vetëm 72 bit dhe është dërguar në 1 Mbps , header e paketës do të
transmetohet në 2Mbps . Në të dyja rastet vetëm payload e paketës është transmetuar në normën
më të lartë të të dhënave . Shih Figurën 2-10 dhe Figurën 2-11 :

Figura 2-10. Paraqet shtresën WLAN PHY me preamble dhe header të gjatë .
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Figura 2-11. Paraqet shtresën WLAN PHY me preamble dhe header të shkurtër .

Në trashëgimi 802,11 WLANs vetëm parathenja dhe titulli i gjatë mund të gjendet .
Prandaj shumica e stacioneve 802.11b kryesisht mbështesin këtë mënyrë për të siguruar
pajtueshmërinë me trashëgiminë 802,11 WLANs . Mënyra e preamble dhe header të
shkurtër është menduar për operacione ku xhiroja maksimale midis stacioneve është e
dëshiruar dhe të ndërveprimit me pajisje ku trashëgimi nuk është një konsideratë .
Hulumtimi ynë është i bazuar kryesisht në standardet 802.11b dhe vetëm preamble dhe
header të gjata do të konsiderohet . Parametrat përkatëse të 802.11b janë përmbledhur
në tabelën 2-3 .
Parameter

value

Parameter

value

Data Rate

{1, 2, 5.5, 11} Mbps

Retry limit7

{4, 7}

Basic rate8

{1, 2} Mbps

PHY header

48 bits

Time slot

20 µs

PLCPpreamble

{72, 144} bits

SIFS

10 µs

MAC header

{224, 272} bits

PIFS

30 µs

RTSThreshold

2400 bits typical

DIFS

50 µs

MAC ACK

112 bits

EIFS

304 µs

RTS

160 bits

CWmin

31

CTS

112 bits

CWmax

1023
Tabela 2-3 Parametrat me të rëndësishme për IEEE 802.11b
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2.4.3 IEEE 802.11e
IEEE 802,11 TGe u formua në vitin 2001 . Qëllimi kryesor i 802.11e është që të
integrohen QoS permisimet dhe mbështet multimedia në standardet ekzistuese WLAN ,
dmth IEEE 802.11b dhe IEEE 802.11a. QoS dhe mbështetje multimedia janë kritike për
rrjetet pa tel , që nga një përzierje e zërit , video , audio dhe të dhënat do të formojnë
përmbajtjen e trafikut mbi WLAN në mjedis të tillë . IEEE 802.11e ka qenë përmes disa
drafte dhe është planifikuar për miratim në vitin 2004 .
802.11e definon tiparet shtesë të specifikuara më lart në versionin e 1999 të IEEE
802.11 . Këto QoS zgjerime dallojn me stacione të zgjeruara (Stas) nga jo-QoS STAs
(STAs) , dhe QoS pika e qasjs së zgjeruara (QAP) nga jo-QoS pikën e qasjes (AP) .
Këto karakteristika janë quajtur kolektivisht objektit QoS . Në IEEE 802.11e një
funksionit i ri i qasjes së kanalit është percaktuar për një QoS të vetedijshem BSS
(QBSS) , domethënë Hybrid Distribution Function (HCF) . HCF është një përmirësim
në nënshtresën MAC . Rrjedhimisht , stacionet 802.11e mbeten plotësisht të
prapambetur në përputhje me IEEE 802,11 standardeve pa tel ([IEEE]) .
Brenda HCF ka sërish dy metoda të operimit : Enhanced Distributed Channel Access
(EDCA) është një pretendim i bazuar në funksionit e kanalit të qasjes që vepron
njëkohësisht me HCF Controlled Channel Access (HCCA) . Ky i fundit është i bazuar
në një mekanizëm votimi i cila është e kontrolluar nga Hybrid Coordinator (HC) .
EDCA nganjëherë është referuar edhe si Enhanced Distribution Coordination Function
(EDCF) .
Para se të diskutojmë funksionet e kanalit të qasjes në më shumë detaje , një koncept i ri
në IEEE 802.11e ka për t'u paraqitur : Transmission Opportunity (mundesia e
transmisionit) (TXOP) . Një TXOP është një intervali kohor në të cilin një QTA
veçanërisht ka të drejtë të fillojë transmetimet mbi medium wireless ([802.11e]) . Një
TXOP është përcaktuar me kohën e fillimit dhe kohëzgjatjen e një gjatësi brenda një
QBSS , një QSTA do të fitojnë një TXOP të ndryshme sipas dy mënyrave HCF .
HCF/EDCA
Një TXOP mund të fitohet me anë të një mekanizmi sherri ngjashme si me DCF në
802,11 . Kjo është rregulluar me HCF / EDCA brenda 802.11e . Një TXOP i fituar në
këtë mënyrë është quajtur një EDCA-TXOP . Krahasuar me DCF , HCF / EDCA ofron
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përparësi në QoS , dmth QoS është bazuar në prioritetin e qasjes së mesme pa tela .
QoS perioriteti është ofruar duke futur Klasët e Trafikut (Traffic Classes) (TC) . Secili
TC do të ketë një radhë të pavarur në stacionin dhe vendosur vet parametrat . Me
vendosjen e vlerave të ndryshme të këtyre parametrave në TC të ndryshme , 802.11e do
të caktojë TCs me prioritet të ndryshme .
Pas mbërritjes së paketave në një radhë të caktuar të transmetimit QSTA , QSTA do të
përcaktojë prioritet e kësaj pakete dhe do ta vendos atë në radhë e duhur TC . Grindjet
do të zhvillohet brenda QSTA mes rradhëve të ndryshme TC .

Figura 2-12 IEEE 802.11e HCF / EDCA skema VCH: Virtual Collision Handler, WM: Wireless
Medium

Në draftin 802.11e thuhet që maksimum 8 rradhë të njëkohshme TC mund të mbahet
brenda një QSTA . Ky proces është ilustruar në figurën 2-12 (atje janë përkatësisht
gjashtë dhe tre TCs në stacionin 1 dhe 2 , ku TC0 ka pasur prioritet të lartë ) .
Grindjet e brendshme vijojn mekanizëm të ngjashëm si DCF , e cila është përshkruar në
seksionin 2.4.1 , vetëm vlerat e diferencuara të parametrave sigurojnë radhë të disa
pakove të probabilitet më të lartë për të dërguar sesa tjerët . Nëse një përplasje bëhet në
këtë fazë , pako nga radhët e prioritetit më të lartë do të transmetohet . Stacioni i fitus në
grindje në mediume pa tela do të jepet një EDCA-TXOP , ky stacion i cili mund të
transmetojë pako brenda është TXOPLimitTC . Goditjet në grindje të brendshme quhen
goditjet virtuale . Në raste të tilla CW do të rritet (nëse maksimumi nuk është arritur
ende) ashtu si DCF . Megjithatë, kjo nuk do të llogaritet si një përpjekje e transmetimit.
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Ka ende një probabiliteti se një përplasje zhvillohet në medium wireless (pa tela ), në
këtë rast të dyja CW dhe akuzat e rigjykuar do të rritet në përputhje me rrethanat .
Parametri i vendosur përmban elementet e mëposhtme :
Arbitrary Interframe Spacing Number (AIFSN) . Interval kohor AIFS , përcaktuar si :
AIFSTC = SIFS + AIFSNTC × tTimeSlot , with AIFSNTC ∈{1, 2, 3, ...} ,
është intervali minimal kohor ndërmjet medium wireless kur bëhet papunë dhe fillimi e
transmetimit të lidhur TC . Ngjashëm me DIFS , një stacion duhet të presë për një
periudhë afatmesme të jetë përtace për një AIFS duke numëruar poshtë në CW e saj (të
mbetur) .
CWminTC. përcakton intervalin fillestare nga e cila një CW është tërhequr për
mekanizmin backoff .
CWmaxTC. përcakton intervalin maksimale në mekanizmin backoff eksponenciale .
TXOPLimitTC. përcakton kohëzgjatjen maksimale për të cilën mund të transmetojë një
QSTA pas marrjes së një TXOP . Vlera minimale e TXOPLimit është 0 , me të cilën një
pako mund të transmetohet në një TXOP të fituar . Këto parametra janë ilustruar në
figurën 2-1

Figura 2-13. HCF / EDCA me parametrat konfugurus AIFS , CWmin, CWmax dhe TXOPLimit

•

HCF/HCCA

Ngjashëm me PCF , HCF / HCCA është një votimi bazuar në mekanizëmin e qasje .
Kordinatori hibrid (të integruar zakonisht në QAC) është në gjendje që të fillojë një
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Controlled Access Period (Periudha qasjes së kontrllit ) (CAP) kurdoherë që
konsiderohet e nevojshme . Një CAP është kompatibil me një CFP në standardin
802.11. Sipas standardeve draft ajo mund edhe të bëhet brenda një periudhe aktive HCF
/ EDCA , në mënyrë që të sondazhit të trafikut me kërkesat specifike QoS . Sekuenca e
votimit brenda HC është i bazuar mbi informacionin që ajo ka marrë nga QSTAs .
Kërkesat QoS e flukseve të trafikut të caktuara brenda një QSTA janë ruajtur në të
ashtuquajturinTraffic Specification device (pajisje specifikimi të trafikut )(TSPEC) .
Një QSTA mund të iniciojë një TSPEC negocimi me HC për të kaluar informacionin ,
dhe HC nga ana e saj mund të caktoj orarin e saj të votimit bazuar në të gjitha
informatat TSPEC që ajo ka marrë .
Ashtu si PCF , ka ende shumë çështje të pazgjidhura për zbatim të mënyra HCF /
HCCA , të tilla si se si duhet menaxhuar HC sondazhi i një numri të madh të flukseve
interaktive pa dëmtime të aplikacioneve që përdorin skemat e EDCA . Për më tepër ,
disa kohë reale të shërbimit kërkojnë votimin periodik , kjo mund të jetë një problem në
qoftë se ka shumë shërbime që i paraqesin këto , dhe kohëzgjatja e periudhës së votimit
bëhet më shumë se koha e kërkuar ndër-sondazh . Për shkak të pasigurive të tilla
gjenerata e parë IEEE 802.11e prodhimet priten të përfshijë vetëm shtesën e skemës
HCF / EDCA . Prandaj , HCF / HCCA nuk do të konsiderohet në këtë raport .
2.4.4 Tjere 802.11 task groups
IEEE.802.11 TGa
Ky zgjerim përcakton një shtresë PHY që operon në brezin 5 GHz . Megjithatë ,
mekanizmi MAC nuk është modifikuar në 802.11a në krahasim me trashëgiminë
802,11. Zakonisht , 802.11a WLANs janë gjetur për të vepruar në 6, 12 dhe 24 Mbps,
edhe pse ajo është e aftë të veprojnë në 54 Mbps . Krahasuar me 802.11b PHY ,
Orthogonal Frequency Division Multiplexing (OFDM) skema kodimit është përdorur në
vend të DSSS . Prandaj , pajisjet 802.11a nuk janë të pajtueshme me trashëgimi 802,11
ose 802.11b produkteve . ([Prasad], [IEEE]) .
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IEEE 802.11 TGg
Një 802.11g WLAN ofron norma të ngjashme të qasjes si 802.11a në brezin 2.4 GHz .
Skema kryesor e kodimit të përdorura në 802.11g është përsëri e njëjta gjë si për
802.11a , OFDM . Megjithatë , për të siguruar pajtueshmërinë e prapambetur me
produkte 802.11b , 802.11g gjithashtu mbështet CCK . Shtojcë 802.11g me standarde e
trashëgimisë 802,11 është miratuar në qershor 2003 .
IEEE 802.11 Tgi
Siguria ka qenë një shqetësim parësor për shumë kompani për vendosjen e rrjeteve pa
tel . Fokusi kryesor i grupit punues është për të shtuar më shumë siguri në kuadërin
802,11 . Zgjerimet janë bërë në nënshtresen 802,11 MAC . Zgjerimet përfshijnë
autentifikimin , fleksibilitetin e kodit dhe shkallzushmërinë . Amendamenti i standardit
IEEE 802,11 është miratuar viteve të fundit (Qershor, 2004) . ([IEEE], [802.11i],
[Prasad]) .
IEEE 802.11 TGn
Ky grup detyrë është formuar për të arritur shkallë edhe më të lartë të qasjes duke
ruajtur ndërveprimit të prapambetur me trashëgimin e produkteve 802,11 dhe 802,11 a /
g . Qëllimi është për të sjellë normë maksimale të të dhënave në nënshtresen MAC deri
në të paktën 100 Mbps . Standardet aktuale 802.11x janë të specifikuara të gjitha me
një normë qasje të matur në shtresën PHY . Xhiroja e arritshme në shtresën MAC është
shumë më pak . Për shembull , standarde 802.11b me një normë fiziko-shtresë prej 11
Mbps zakonisht sjell një maksimum neto 5 deri në 6 Mbps , ndërsa standartet 802.11a
dhe 802.11g me një normë të pikave PHY të të dhënave prej 54 Mbps dorëzojë një
xhiros maksimale prej rreth 20 dhe 24 Mbps . TGn është ende aktiv . ([802.11n])
2.5 Rrjet simulimit 2 (NS-2)
Rrjet imitues 2 (NS-2) ([NS-2]) është një mjet simulimi origjinën nga Lawrence
Berkeley National Laboratory . Ajo është vënë në shënjestër në kërkimin e rrjeteve të
bazuara në simulimin e ngjarjeve diskrete . NS2 siguron mbështetje të konsiderueshme
për simulimin e routerit dhe protokolleve multicast mbi Wired dhe rrjetet pa tel . NS-2
ka një modul të avancuar TCP , e cila është aplikuar dhe verifikuar gjerësisht në
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komunitetin e rrjetit . Sepse simulim me TCP është thelbësore në kërkimin tonë , NS-2
është një mjet i shkëlqyer simulim brenda kësaj fushë.
NS-2 është një mjet popullor në mesin e studiuesve si në botën Wired dhe pa tel dhe ka
qenë përdorur për të marrë sasi të madhe të rezultateve të simulimit të përdorura në
gazeta të ndryshme . Megjithatë , NS-2 pëson ndryshime të përditshme dhe nuk është
një produkt i përfunduar dhe i lëmuar . Në mënyrë për të fituar pasqyrë në
besueshmërinë NS-2 në simulimet pa tel , rezultatet e simulimit janë verifikuar me
pritjet nga disa modele të njohura matematikore . Kjo do të përshkruhet në më shumë
detaje në kapitullin 3.1 .
Ideja e një planfikimi të ngjarjeve diskrete është se veprimet mund të bëhen vetëm si
një fillim i rezultat të një ngjarje . Në NS-2 kjo është marrë me kujdesin nga një
planifikim dhe një listë planifikimi . Ngjarjet janë futur në listën ee planifikimit sipas
kërkesës , së bashku me kohën e tyre të skadimit . Planifikimi është përgjegjës për të
shkuar nëpër lista dhe të kryejë veprimet e nevojshme .
2.5.1 IEEE 802.11 në NS-2
Në kuadër të zbatimit të DCF , një pako është dorëzuar nga LLC përmes një radhë të
avancuar drop-tail të ndërfaqes saj MAC . Sinjalizusit nuk janë të përfshira me të
vërtetë , por mesazhe për përditësim janë transmetuar në çdo interval prej disa
sekondave .
MAC DCF protokoll mund të trajtojë të dhëna ACK / RTS / CTS , si lloj transmetimi i
paketave . Barts të dy transporteve fizike dhe virtuale janë mbeshtetur . Hapësira
interframe intervalet SIFS , PIFS, DIFS janë zbatuar në përputhje me rrethanat . EIFS
gjithashtu zbatohet dhe aplikohet pas çdo përpjekje të pasuksesshme transmetimit
Brenda çdo stacion vetëm një radhë është e pranishëm për të gjitha paketa në pritje .
Këtë radhë është kontrolluar nga disa kohëmates të përcaktuara në NS-2 MAC :
nenshtrim kohëmatës , backoff kohëmatës , nderfaqe kohëmatës , dergues kohëmatës
dhe kohëmates NAV . Këta kohëmates fillojë pas ngjarjeve të caktuara dhe janë
përgjegjës për futjen e ngjarjeve të reja në listën planifikimi . Ka edhe një procedurë të
pranishme për të anuluar / pauzuar këto kohëmates . Pasi një kohëmates skadon , një
procedurë trajtimi quhet procedur e ekzekutuar follow–up .
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NS-2 përfshin të gjitha tri shtresat e specifikimet PHY : Frequency Hopping Spread
Spectrum (FHSS) , Direct Sequence Spreading Spectrum (DSSS) and Infra-red (IR) .
Në PHY DSSS , e cila është relevante për kërkimin tonë , dy parathenje të shkurtër dhe
të gjatë janë të përfshira . Parathenja e gjatë është e paracaktuar në qoftë se ajo nuk
është e specifikuar . Brenda një NS2 pragu kapja zbatohet . Ajo mbështetet në fuqinë e
energjisë të marra dhe mund të rifitoj një pako saktë edhe në qoftë se ajo përplaset me
paketa të tjera . Megjithatë , ky efekt mund të përjashtohet duke aplikuar një prag
jashtëzakonisht të lartë të kapjes .
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3.Koha e transferit të file TCP mbi IEEE 802.11b WLAN
Në internet të tanishme pjesë me e madhe e trafikut është e kontrolluar nga TCP .
TCP gjithashtu luan një rol të rëndësishëm në rrjedhën e të dhënave mbi WLAN dhe
performanca e saj ka një efekt të drejtpërdrejtë në cilësinë e perceptuar një fundpërdoruesit . Edhe pse në Wired lidhjet TCP është studiuar gjerësisht , rezultatet e
hulumtimit janë shumë pak të njohura në lidhje me sjelljen e saj mbi IEEE 802,11
WLAN . Veçanërisht , vonesa mesatare e transmetimit ose nga pikëpamja e një
përdorusi të parë thjesht shkarkarkimi kohor e një skedar të dhënave është një temë
interesante dhe praktike kërkimore . Hulumtim i ngjashëm është bërë për UDP mbi
WLAN nga autorët e ([Litjens]) . Për shkak të mbingarkesës saj rezultatet e mekanizmit
të kontrolli të ndryshme priten nga TCP . Sjellja TCP është afruar me analitikisht me
nivelin e modelit në një paketë të integruar / rrjedhin . Niveli i hetimit të paketave kap
më shumë detaje të sistemit . p.sh. WLAN dhe TCP parametrat , por nuk merr parasysh
rrjedhën e nivelit dinamikë . Në këtë mënyrë një numër i caktuar i flukseve të
vazhdueshme është supozuar . Niveli rrjedhjes së studimi konsideron rrjedhjen
dinamika që lidhen me mbërritjen dhe nisjen e përdoruesit ose flukset . Kjo pjesë është
organizuar si më poshtë . Në nenin 3.1 sjellja e UDP mbi WLAN është shqyrtuar , së
bashku me disa modele të UDP mbi WLAN . Në vazhdojmë hulumtimin tonë me
transfere file TCP mbi WLAN në nenin 3.2 . Ajo siguron gjetjet e hetimit mbi nivelin e
paketes TCP si edhe për të parashikuar kohën mesatare të transferit të file-ve me flukset
e TCP .

3.1 UDP mbi WLAN
Kohët e fundit Bianchi dhe Wu et. al. ([Bianchi]) , ([Wu]) kanë studiuar 802,11 IEEE
"xhiron e ngopjes" . Kjo është përcaktuar si kufiri i arritur nga një sistem të caktuar si
ofrohet rritja e ngarkesës , dhe përfaqëson ngarkesën maksimale që sistemit mund të
kryejë në kushte stabile . Flukset e vazhdushme UDP janë studiuar në punën e tyre . Kjo
do të thotë se burimet gjithmonë kanë pako gati për të dërguar në radhë të tyre . Është
treguar se modelet e tyre të japë një përafrim mjaft të sakta për xhirot e ngopjes WLAN.
Ne përdorem NS-2 2.27 për të përcaktuar xhiron e ngopjes dhe të krahasojnë atë me
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rezultatet analitike , në mënyrë që të fitojmë pasqyrë të besueshmërisë në NS-2 .
Skenari është paraqitur në figurën 3-1

Figura 3-1 Një skenar i thjesht WLAN 802,11

Në konsiderojmë një BSS WLAN është i përbërë nga numra të ndryshëm të stacioneve
wireless dhe një pikë qasjes . Në mënyrë që të arrihen rezultate të krahasueshme me
([Bianchi]) dhe ( [Wu]) WLAN operon me një normë prej 1Mbps qasje . Në përputhje
me rrethanat , parametrat e përdorur në paragrafët e mëposhtëm janë llogaritur bazuar
në shpejtësinë e qasjes 1Mbps , perveq nëse ajo është përmendur ndryshe . Një nga
gjetjet më të rëndësishme nga këto letra është se numri i burimeve ka një ndikim të
rëndësishëm në "xhiron e ngopjes" . Lidhja vijon përafërsisht një model Markovian
Chain dhe xhirot e ngopjes mund të rrjedhin në një numër të caktuar të stacioneve të
pranishëm në BSS . Sidomos në mënyren themelore të qasje WLAN rënia e xhiros së
ngopjes për shkak të rritjes së numrit të stacioneve aktive transmetimit nuk mund të
neglizhohet . Në NS-2 skenarë të ngjashëm mund të jenë të simuluar . Në kemi marrë
rezultate për WLAN në dy mënyra të qasjes themelore dhe në modelin RTS / CTS .
Flukset e UDP janë në drejtimin e rrjedhës së sipërme . Para së gjithash në kemi
diskutuar rezultatet e modelit të qasje bazike .
3.1.1 Mënyra themelore e qasjes
Skenari është bazuar në default WLAN pajisur me paketën e NS-2 . Vlerat përkatëse të
parametrave të përdorura për simulimet tona janë dhënë në tabelën 3-1 . Këto parametra
janë përdorur edhe në modelin matematikor për të marrë rezultate të krahasueshme.
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Parameter

Value

Parameter

Value

Data Rate

1 Mbps

PHY header

48 bits

Basic rate

1 Mbps

PLCP preamble

144 bits

SIFS

10 µs

UDP payload

1500 bytes

DIFS

50 µs

IP header

20 bytes

EIFS

304 µs

IP header

8 bytes

MAC overhead

224 bits14

IFQ length

50

Propagation delay

2 µs

Tabela 3-1. Parametrat e simulimit për NS-2 skenar UDP

Rezultatet e simulimit së bashku me rezultatet numerike nga modeli wu-së janë të
komplotuar në figurën 3-2 . Rezultatet janë fituar me dhjetë riprodhimi të cilat
rezultojnë në një interval besueshmërie (95%) do të thotë pjesë e nën 1% . Në të mbetur
e nenit 3 i njëjtin raport funksionale arrihet edhe nëse përmendet ndryshojn . Në figurën
3-2 në gjithashtu tregojmë rezultatet e një imitues të përdorura në ([Litjens]) .
Shpjegimi më poshtë vijon .

Figura 3-2 Saturation throughput with upstream UDP traffic over WLAN, basic access

Në shohim se xhiroja e ngopjes zvogëlohet nëse numri i pretenduar i stacionet rritet .
Kjo konfirmon gjetjet nga ([Wu]) dhe ([Bianchi]) . Ka kryesisht dy faktorë që
përcaktojnë formën kurbë . Për shkak të mekanizmit të grindjes WLAN-të numri i
perplasjeve rrit në mesin e numrit të stacioneve aktive në BSS . Prandaj më shumë
bandwidth është tretur në goditje . Nga ana tjetër , nëse ka më shumë stacione që
konkurrojnë për medium ata plotësohen pas njëri-tjetrit në backoff dhe për këtë arsye
rrisin efikasitet të mesëm . Ajo që në shohim është se për një numër më të ulët të
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stacioneve në skenar deri tek 15 stacione dallimi në mes të modelit dhe simulimit tonë
është shumë e parëndësishme . Nëse numri i stacioneve është rritur më tej dallimi në
mes të rezultateve nga NS dhe modelit nga Wu bëhet më i madhe . Dallimi i vërejtur
këtu ndoshta mund të shpjegohet nga prania e EIFS në NS2, ndërsa ajo nuk mund të
merret parasysh nga ([Wu]) dhe( [Bianchi]) . Në ([Litjens]) është një imitues i shkruar
për të analizuar sjelljet WLAN 802,11 . Kemi përdorur këtë mjet për të përcaktuar
ndikimin e EIFS . Nëse EIFS është vendosur barabartë me DIFS , rezultate të ngjashme
nga të dyja mjet ([Litjens]) dhe modeli ([Wu]) janë marrë . Nëse EIFS është vendosur
në 304 µs sipas specifikimit IEEE 802,11 ( [Litjens]) mjet tregon një xhiro të lartë të
ngopjes dhe kurba është edhe më afër me rezultatet e simulimit nga NS-2 . Paketave të
herëpashershme të rutimit në NS2 simulime mund të jetë arsyeja për diferencat e vogël
të vërejtur mbi 40 stacione . Në qoftë se një burim i vetëm UDP është dërguar në
drejtim të AP , xhiro mund të përcaktohet . Në figurën 3-3 transmetimin i një pakete të
vetme UDP është treguar .

Figura 3-3 Transmetimi i një pakete UDP nëpërmjet WLAN në mënyrë të qasjes
themelore

Nëse të dhënat janë transmetuar mbi 802,11 , lloje të ndryshme të sipërm janë shtuar .
Në shtresën e një WLAN MAC ekstra ACK MAC segmenti i është dërguar edhe sa herë
që një pako është marrë me sukses .
Në segmentet tona UDP simulime 1500 bytes janë përdorur . Fletëngarkesa e shtimit
nga shtresa të ndryshme është i listuar në tabelën 3-1 . Kohëzgjatja për një cikël të
transmetimit të një pakete është :
Tcycle = Tdate + TMacAck + SIFS + DIFS +𝑇̅BackOff + 2*Tdelay

(2)
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=
+

=

Payload+UDPheader+IPheader+MACheader
datarate
𝑃𝑟𝑒𝑎𝑚𝑏𝑙𝑒+𝑃𝐿𝐶𝑃
𝑃𝐿𝐶𝑃𝑑𝑎𝑟𝑎𝑟𝑎𝑡𝑒

Preamble+PLCP
PLCPdatarate

𝑀𝑎𝑐𝐴𝐶𝐾

+𝐵𝑎𝑠𝑖𝑐𝑟𝑎𝑡𝑒 +

+ SIFS + DIFS + ŤBackOff + 2*Tdelay

12000+64+160+224
1000000

+

144+48

112

144+48

+ 1000000 + 1000000 + 1000000 + 10 + 50 +310 + 4 =

=13318µs

CW mesatare është 15.5 kohëmates me një gjatësi prej 20µs .
Xhiroja teorike e ngopjes me një burim UDP atëherë është:
RUDP-B =

Payload
T𝑐𝑦𝑐𝑙𝑒

1200

= 13318 = 0.901Mbps

(3)

Simulimet me NS-2 japin një xhiro të ngopjes prej 0,896 Mbps . Dallimi i vogel këtu
mund të shpjegohet nga pako e rutimit dërguar herë pas here të cila fletëngarkese
shkaktojnë ekstra simulime në NS-2 . NS-2 gjurmë të fotografis tregojnë se këto pako
janë dërguar nga koha në kohë .
3.1.2 RTS/CTS mode

Figura 3-4 Transmetimi i një pakete UDP nëpërmjet WLAN në regjimin RTS / CTS

Pjesa 2 e ka përshkruar një regjim të dytë të transmetimit të specifikuar në IEEE
802,11: mënyra RTS / CTS . Në këtë mënyrë dy pako ekstra janë dërguar në çdo cikël të
transmetimit domethënë RTS dhe CTS . Shih figuren 3-4. Simulimet me NS-2 kanë
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dhënë në vijim kurben e xhiros së ngopjes kundrejt numrit të stacioneve aktive në
skenar :

Figura 3-5 Xhirot e ngopjes me rrjedhën e sipërme të trafikut të UDP në mënyren RTS
/ CTS

3.1.3 Përmbledhje
NS-2 tregon rezultate shumë të ngjashme si pritjet nga modelet matematikore . NS-2 ka
tendencë për të dhënë një xhiro ngopse të ndryshëm nëse numri i stacioneve aktive është
i lartë , sidomos në mënyren e qasje bazike . Kjo është shkaktuar nga fakti se modelet
nuk e kanë konsideruar ndikimin e EIFS . Në qoftë se kjo është marrë parasysh dallimi
bëhet shumë i parëndësishëm . Në skenare realiste kjo ndodh rrallë kur më shumë se 15
stacionet e pretenduar janë të pranishëm . Në atë rajon NS-2 tregon rezultate shumë të
krahasueshme si modele matematikore kanë parashikuar . Prandaj në mund të
konkludojmë se NS-2 është një mjet i besueshëm simulim për kërkimin tonë të
mëtejshme .
3.2 Koha e transferimit të fajllave me TCP mbi WLAN
Performanca WLAN është përcaktuar kryesisht nga xhiro në shtresën e saj fizike dhe
shtresë MAC . Një numër i gazetave kanë studiuar performancen e xhiros gjerësisht
WLAN ([Wu] , [Bianchi]) . Në mund të shohim së modelet me parashikimet e sakta
mund të jenë bërë për kohë të transferimit të skedarëve përmes UDP rrjedhës mbi
WLAN ([Litjens]) . Nga ana tjetër , veprat të gjerë kanë qenë gjithashtu të kryer për të
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modeluar sjelljen e TCP mbi Wired links . Megjithatë , ka ende pak njohuri për kryerjen
e transfertave të skedar TCP mbi WLAN në literaturë , veçanërisht nëse ajo vepron në
mënyren e infrastrukturës .

3.2.1 Një paketë / rrjedhë modeli i nivelit qasje
Siç u përmend më lart , autorët e ([Litjens]) kanë zhvilluar një model mjaft të saktë për
të parashikuar kohën e transferimit të file-vë me UDP rrjedhs mbi WLAN . Në
hulumtimet e tyre ata kanë propozuar një packet / rrjedhje të integruar të modelit të
nivelit të qasjes . Në nivelin e paketes performanca DCF WLAN mund të jetë modeluar
duke përdorur një kohë diskrete Markov Chain siç përshkruhet në ([Wu]) dhe
( [Bianchi]) . Me këtë model të xhiro ngopse mund të jetë llogaritur me saktësi për një
numër të caktuar të flukseve të vazhdueshme. Në nivelin e rrjedhës autorët e [Litjens]
kanë konsideruar WLAN si service discipline Generalized Processor Sharing (GPS) .
WLAN 802.11 DCF MAC dizajn është që të shpërndajë kapacitetin e transmisionit në
mënyrë të drejtë në mesin e STAs . Prandaj ajo përputhet me gjendjen e modelit të GPS
se punë marrë një sasi të barabartë të kapacitetit të serverit . Normat e shërbim të këtyre
flukseve janë të varur në numrin e flukseve të pranishëm në sistem , të cilat mund të
shikohet nga model i niveli të paketes të përmendur më parë . Këto state-dependent
nga norma e shërbimeve mund të përdoret për të të shfrytëzuar rezultatet e modelit
rradhites GPS . Numri i pritur i flukseve të pranishëm në sistemin më pas mund të
përcaktohet . Me teoremen e Little’s ([Cooper]) atëherë dikush mund të llogarisë pritjen
e kohës së rrjedhes së transmetimit . Më poshtë është një përshkrim i shkurtër i
formulave të përdorura këtu :
Modeli GPS , PS të zakonshëm
Lejojnë punë të arrijë te nje procesi Poisson me shkalla λ në një server me kapacitet C .
Madhësitë e punës janë të pavarur dhe shpërndahen njëlloj me 1/µ < ∞ . Më tej kemi
treguar rn si normë (e përbashkët) e transmetimit në qoftë se ka punë në sistemin . Të
gjitha këto punë do të marrini një sasi të barabartë të kapacitetit nga serveri .
Në punën Cohen ([Cohen]) në mund të gjejmë zgjidhjen për modelin GPS . Së pari definojm :
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λ
ᶲ(n) = {µr𝑛 ,
1

për n ∈ N ,

dhe Ψ(n) =∏𝑛𝑖=0 ᶲ(𝑖) .

(4)

për n = 0 ,

Pastaj shpërndarja e numrit të vendeve të punës në sistemet N është dhënë nga :
Ψ(n)
𝑛=0 Ψ(m)

P(N = n) = ∑∞

.

(5)

̅ mund të llogaritet . Vonesa
Në qoftë se shpërndarja e N dihet , numri mesatar i punës 𝑁
mesatare e transmetimit vijon pastaj nga teorema Little’s :
̅*1
𝑇̅delay = 𝑁
𝜆

(6)

Vini re se zgjidhjet e modelit GPS , p.sh.koha të banojë ose numrin punës .Shpërndarjet
janë të pandjeshëm në lidhje me shpërndarjen e madhësisë punës .Më saktësisht vetëm
madhësia mesatare e punës 1⁄𝜆 ndikon në rezultatet .
Ekziston një rast i veçantë i modelit GPS : Modeli i zakonshëm PS . Nëse i referohemi
këtij modeli në supozojmë se përdoruesit mund të shfrytëzojë të gjitha kapacitetet në
dispozicion , dmth rn ≡ C . Shpërndarja e N është thjeshtuar pastaj për :
𝜆

P(N=n) =ƿn – (1-ƿ) me ƿ ≡ µ𝐶 .

(7)

Për më shumë detaje mbi modelet përgjithësuar Sharing Processor , ju lutem referojuni
([Cohen]) .
PS e zakonshme
Nga simulimet e nivelit të paketës në kemi vërejtur së " xhiro e ngopjes " e një WLAN
nuk ndryshojnë në mënyrë të konsiderueshme me numra të ndryshëm të pranishëm në
rrjedhën e sipërme TCP , shih seksionin 3.2.2.2 . Nëse të dhënat janë transmetuar në një
drejtim tjetër (nga "web server" nëpërmjet AP për përdoruesit WLAN , në drejtim të
rrymës ) AP është vetëm STA në BSS se pjesa më e madhe ka të dhëna për të dërguar .
Edhe pse nuk janë flukse shumë të njëkohshme në skenarin , WLAN ndoshta nuk do të
sillen shumë ndryshe në qoftë se është e pranishëm vetëm një rrjedhë të vetme . Të
STAs kanë vetëm herë pas here TCP ACK pako për të dërguar dhe për këtë arsye vetëm
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disa stacione janë të pretenduar për WLAN e mesme në çdo kohë të dhënë . Në kemi
parë se TCP mbi WLAN alokon një pjesë të drejtë për përdoruesit WLAN lidhur me
rrjedhat e fundme të madhësive të skedarëve . Modeli GPS gjithashtu diskuton situatën
ku kapaciteti server është i ndarë në mënyrë të drejtë në mesin e vendeve të punës .
Prandaj , në propozojmë që të shfrytëzojm rezultatet nga modeli i zakonshëm PS dhe
për të marrë xhiro efektive të mesme të kapaciteteve server C . Sepse një ofrues i
shërbimit WLAN nuk do të lejojë numër të pafund të përdoruesve në rrjetin. Në
gjithashtu marrim numrin maksimal të përdoruesve në konsideratë . ([Cohen]) jep
rezultate të gjera në modelet PS dhe në do tI përshtatim rezultatet për sistemin tonë të
veçantë . Pa shkuar më tej në detaje , në japim funksionimin e normalizimit më poshtë.
Në qoftë se në shumicën e flukseve të lejuara në të njëjtën kohë në një sistem të
zakonshëm PS , PS e shpërndarjes e numrit të flukseve N bëhet :
𝑃∗(𝑁=𝑛)
𝑖=0 𝑝∞ (𝑁=𝑖)

Pm(N=n) = ∑𝑚

1−𝑝
= {1 − 𝑝(n − 1) (p)n n=0,1,……,m
0,

(8)

Numri mesatar i flukseve në një sistem të tillë është :
𝑚
m
n
̅ = ∑𝑚
𝑁
𝑚=0. [n * P (N=n)] = [∑𝑚=0. [n * P ]

(9)

Nëse duke shfrytëzuar rezultatin për seri të fundme harmonike :
n
m+1
∑𝑚
)(1 – r) .
𝑚=0.r = (1 – r

(10)

dhe lidhja ,
𝑑𝑟

n * rn = r * 𝑑𝑛

(11)

Në kemi marrë :
̅ = P(1−(m+1)∗p𝑚+ m∗p𝑚+1)
𝑁
(1−p)(1−p𝑚+1)

(12)

Koha mesatare e transferimi pastaj mund të llogaritet duke zbatuar teoremen Little’s :
1
̅*
𝑇̅delay = 𝑁
.
𝜆∗(1−𝑝)(𝑁=𝑚))

(13)
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Në mënyrë që të shfrytëzojë rezultatet e GPS , një numër i simulimeve janë kryer për
depërtim më shumë në karakteristikat e nivelit pako e TCP mbi WLAN , përfshirë
xhiron e saj kundër ngopjes numrin e stacioneve aktive dhe drejtësin në aksion të
kapaciteteve . Kjo e fundit është thelbësore për të aplikuar rezultatet e GPS .
3.2.2 TCP studimet e nivelit të pakos
3.2.2.1 Koha e ndërveprimit TCP dhe WLAN
Ndryshe nga trafiku UDP , ndërveprimi ndërmjet burimit TCP dhe destinacioni luan
një rol të rëndësishëm . Kjo do të thotë se në të dy TCP dhe 802,11 MAC shtresa pako
ACK janë dërguar . Shtresa MAC WLAN nuk është e vetëdijshëm për përmbajtjen e të
dhënave , ajo merr atë nga shtresat më të larta OSI . Prandaj TCP pako të dhënave dhe
TCP ACK paketave trajtohen në mënyrë të barabartë .
Për shkak të mekanizmit Backoff , ajo ka qenë sugjeruar se TCP paketave të dhënave
luftoj me vet paketat ACK vet herë pas herë ([Wu]) . Kjo do të thotë se edhe vetme me
një TCP lidhja nëpërmjet AP, nuk janë goditjet.Në mënyrë që të fitojnë pasqyrë më
shumë në ndërveprimi ndërmjet TCP dhe 802,11 MAC dhe mënyra NS-2 interpreton atë
në kemi drejtuar një simulim me vetëm një palë TCP . Lidhja TCP është bërë në mes të
AP dhe një wireless STA . Bazuar në dosjen gjurmë të gjeneruara nga NS-2 ,
transmetimet e parë janë disa paketat të të dhënave TCP dhe paketat të tjera relevante
janë rindërtuar . Shih figurën 3-6 . Në këtë simulim tradicionale të TCP (Tahoe) dhe
pranimi i vonuar janë përdorur , të cilat mund të gjendet në një sasi të madhe të
aplikacioneve në platforma të ndryshme

Figura 3-6 Bashkëveprimi i TCP transmetimet me WLAN MAC.Packet e
transmetimet janë tërhequr lart dhe pritjet nën vijën në çdo shtresë .
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Ajo mund të shihet se pas backoff zhvillohet në (A) , pasi paketa e parë e të dhënavë
është dërguar . Në (B) TX radhë në dërguesit është e zbrazët , marrës më anën e një
MAC ACK segmenti po transmetohet ndërsa një TCP ACK është gjeneruar . Pas
transmetimit të suksesshëm të MAC ACK marrësi pret më shumë se një DIFS para se
ajo fillon me transmetimin e paketes TCP ACK . Intervali është vendosur të jetë
gjithmonë nje shumë e kohëzgjatjes së një DIFS dhe një numër të rastit të timeslots .
Në (C) marrësi ka marrë përsëri 2 TCP paketa të të dhënave dhe ka gjeneruar një të dytë
TCP ACK . Në ndërkohë edhe dërguesi ka një TCP-pako të të dhënave në rradhet e saj
TX-buffer . Ajo mund të shihet nga dosja që TCP pako e të dhënave "Fiton" këtë
pretendim dhe është dhënë për transmetim të parë . Më vonë në (D) e njëjta situatë
ndodh përsëri nëse të dy dërguesi dhe pranuesi kanë jo-boshe rradhet TX . Këtë herë
marrësi "fiton" dhe që këtej pako TCP ACK e transmeton si të parë .
3.2.2.2 TCP "Xhiroja e ngopjes"
Kapaciteti në dispozicion për rrjedhat e TCP dmth TCP "Xhiroja e ngopjes" është një
parametër i rëndësishëm në modelet GPS . Në këto simulime në e konsiderojm një
skenar siç është paraqitur në figurën 3-7, një STA dhe "web server të largët" . Krahasuar
me skenarin e UDP në Figurën 3-1 , pikat shtesë "Web server" dhe "internet" mund të
gjendet . Me "Internet" në kemi prezantuar shumimin e vonesës të shkaktuar nga një
rrjet i jashtëm lidhur me BSS WLAN . TCP është një protokoll i lidhjes së orientuar .
Në mekanizmin e saj të kontrollit të ngjeshur reagimi nga destinacioni i të dhënave
është thelbësor në përcaktimin e normës së transferimit të fluksit . Në botën e vërtetë kjo
ndodh rrallë së stacionet pa tel dhe pika e qasjes në një formë të caktuar një palë TCP
BSS . Lidhje është themeluar zakonisht në mes të një përdoruesit WLAN (a STA) dhe
një server të largët , p.sh. një server FTP , një mail server etj . Përhapja e vonesës në
rrjetin e jashtëm duhet të merret në konsideratë , sepse ajo ndikon në një nga parametrat
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më të rëndësishëm në performancën TCP , Round Trip Time (RTT) e saj

Figura 3-7 TCP mbi skenarin WLAN me një web server të largët

Parametrat relevante në këto simulimeve janë paraqitur në Tabelën 3-2 .

Parameter

Value

Parameter

Value

Data rate

1 Mbps

TCP payload

1500 bytes

Basic rate

1 Mbps

IP header

20 bytes

SIFS

10 μs

TCP header

40 bytes

DIFS

50 μs

IFQ length

50 bytes

EIFS

304 μs

RTS Threshold

300 bytes

MAC overhead

224 bits

Fixed link bandwidth

10/100 Mbps

PHY header

48 bits

Fixed link delay

10 ms

PLCP preamble

144 bits

TCP receiver Wmax

20 packets

Tabela 3-2 . Imitimi për të përcaktuar parametrat e xhiros se ngopjes TCP mbi WLAN

Edhe pse më vonë në kërkimin tonë , në do të përqëndrohemi në kohën e transferimit të
file-vë në drejtim të rrymës , në së pari do të shikojmë në xhiron e ngopjes me rrjedhat
në drejtim të tjera për këtë jep rezultate të krahasueshme me skenar UDP . Nëse marrim
parasysh skenarin e UDP në drejtimin shkarko , është e njohur gjithashtu si xhiroja e
ngopjes nuk ulë më shumë në një numër të madh të stacioneve pasi AP është aktive
vetëm të përdoruesit që konkurrojnë për medium WLAN . Për secilin STA një lidhje
TCP është ngritur me web server të largët nëpërmjet AP . Simulimi ka kohëzgjatje prej
2000 sekondave . Të dhënat prej 140 sekondave të para janë lënë jashtë për të hequr
efektet e rastit dhe efektet e TCP ngadalshëm të fillojë . Burimet janë nisur 200ms pas
njëri-tjetrit, duke filluar me 1 STA . Procedura e fundit është për të shmangur efektin e
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njohur TCP-sinkronizimi nëse flukset e shumta TCP keni për të ndarë lidhjen e njëjtë
([Floyd]) . TCP Tahoe dhe ACK i vonuar janë përdorur për këto flukseve . Parametrat e
skenarit janë vendosur siç tregohet në tabelë . WLAN është duke funksionuar në mënyrë
të qasjes themelore . Rezultatet e simulimit të xhiros së ngopjes kundër numrit të
stacioneve të pranishëm / flukset janë treguar në figurën 3-8 .

Figura 3-8. Xhiro e ngopjes së TCP mbi WLAN, Mënyrën e qasjes themelore

Xhiroja bie nëse stacione më shumë janë shtuar në skenar se në skenarin UDP . Rënie
është shumë e kufizuar në krahasim me skenarin UDP . Xhiroja e ngopjes në skenarin
UDP bie në mënyrë të qëndrueshme në qoftë së numri i stacioneve bëhet më i madh .
Në skenarin e TCP kjo mban deri sa pesë stacione janë të pranishëm , pasi xhiroja e
ngopjes bie me veshtire . Për shkak se të gjitha burimet e TCP janë dërguar në drejtim të
web server nëpërmjet AP , të gjitha paketat TCP ACK janë dërguar gjithashtu përmes
AP në drejtimin e prapambetur të STAs pa tel . AP ka për të konkurruar me të gjitha
stacionet në skenarin për qasje të mesme dhe për këtë arsye nuk mund të dorëzojë TCP
ACKs aq shpejt sa ajo merr nga web server për të dërguar . TCP ACKs gjithashtu mund
të bjerë në qoftë tampon në AP është e plotë . Për shkak të mekanizmit të kontrollit të
saj të ngjeshur , burimet TCP nuk e vënë me këmbëngulje për të dërguar pako nëse ata
nuk marrin ACK për pako e tyre të mëparshme . Pasoja është se numri i burimeve të
cilat kanë paketa për të transmetuar mbetet i ulët . Xhiroja ngopjes prandaj mbetet në
nivelin e disa stacioneve të pretenduar . Rënie të vogël në një numër më të madh të
stacioneve ndoshta mund përsëri të llogariten nga fakti se ka dërguar shumë paketa
rutimi . Shkalla e transmetimit për TCP mbi WLAN mund të llogaritet gjithashtu në
qoftë se ka një lidhje TCP aktive .
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Figura 3-9. Transmetmi i të dhënave përmes TCP mbi WLAN në menyren e qasjes themelore

Që kur TCP Tahoe dhe ACK i vonuar janë përdorur , një pako TCP ACK është
gjeneruar për çdo dy pako TCP të të dhënave . Për çdo paketë të të dhënave TCP ose
një pako TCP ACK një pako MAC ACK është dërguar . Pra një cikël ideal përmban dy
MAC korniza të të dhënave me TCP të dhënave . Që kur janë dy sportelet backoff të
dy dërguesi dhe marrësi , backoffs mund të ndodhin në të njëjtën kohë , skenari
optimist cikli ideale përmban dy backoff dritaret dhe në skenarin më të keq tre backoff
dritareve. Në kemi marrë vlerën mesatare prej 2.5 backoff dritareve në përafrimin tonë :
Tcycle = 2 * TDATA + TTCPACK + 3 * TMACACK + 3 * ( SIFS + DIFS ) + 2.5 * 𝑇̅BackkOff + 6 * Tdelay
= 2 * 12896 + 896 + 3 * 304 + 3 (10 + 50) + 2.5 * 310 + 6 * 2
= 28567 µs

(14)

Ekziston edhe një probabiliteti që përpara TCP pako të dhënave bien ndesh me paketa të
prapambetura TCP ACK . Ky probabilitet është përafërsisht 1/32 për shkak të faktit se
dritarja e rastit backoff është e shpërndarë në mënyrë uniforme në [0, 31] . Nëse
përplasje ndodh cikli është zgjeruar me kohën e transmetimit të një pakete TCP ekstra të
dhëna . Arsyeja është se çdo përplasje gjithmonë përfshin një të dhënave dhe një pakete
ACK . Dritarja Backoff është rritur edhe me një madhësi të dyfishtë në këtë rast : U [0,
63] me një mesatare prej 31.5 * 20 = 630 µs . Gjatësia e rritur për përplasje është
atëherë
Tcollision = TDATA + SIFS + DIFS 𝑇̅BackkOff = 12896 + 10 + 50 + 630 = 13586µs

(15)

Probabiliteti i dy përplasjeve të njëpasnjëshme konsiderohet i papërfillshëm dhe nuk
është marrë në konsideratë në këtë përafrimit .
Shkalla në të cilën mund të dërgoni TCP është në më
2∗8∗15000

RTCP-B = 28567+13586/32 = 0.828 Mbps

(16)
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Megjithëse paketat e rutimit shkaktojë disa fletëngarkesa , diferenca këtu është ende
shumë e rëndësishëm . Në kërkime të mëtejshme tjetër faktor është gjetur i cili
kontribuon me diferencën . Në do të japim arsyen kryesore të mundshme për diferencën
vërejtur në seksionin 3.2.4 .

Figura 3-10. Transmetimi i të dhënave përmes TCP mbi WLAN në mënyrën RTS / CTS
Simulimi nga rendimentet NS-2

Figura 3-11. Xhiroja ngopjes së TCP mbi WLAN, mënyrën RTS / CTS

Në mund të llogarisim xhiron maksimale teorike për një rrjedhë të vetme TCP . Në
mënyrën RTS / CTS cikli ideal përmban disa elemente të shumëta :
Tcycle = 2 * TDATA + TTCPACK + 3 * TMACACK + 2 * (RTS + CTS) + 7 * SIFS
+ 2.5 * (DIFS + 𝑇̅BackkOff) + 10 * Tdelay =
= 2 * 12896 + 896 + 3 * 304 + 2 * (352 + 304)+7 * 10 + 2.5 *(50 + 310) +10 *2
= 29902 µs

(17)

Goditjet në këtë skenar përfshijnë një pako RTS dhe një kornizë të dhënave MAC që
përmban një pako TCP ACK . Në këtë rast cikli ideal është zgjeruar nga :
Tcollision = max[TTCPACK , RTS] + SIFS + DIFS + 𝑇̅BackkOff = 896 + 10 + 50 + 639 =
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= 1586 µs

(18)

Prandaj , norma maksimale e një rrjedhë TCP në mënyrën RTS / CTS në WLAN është :
2 ∗ 8 ∗ 1500

RTCP-R = 29902+1586 / 32 = 0.801 Mbps

(19)

NS-2 simulimet kanë treguar një xhiros të ngopjes prej 0,789 Mbps me një rrjedhë
TCP .
3.2.2.3 Fairness(Drejtësia)
Një kusht që të aplikojmë modelin e PS është që të ketë kapacitetin e sistemit
shpërndarë në mënyrë të barabartë në mesin e përdorusve . Edhe pse TCP dhe WLAN
janë të dyja të dizajnuara për ndajen e kapacitetit të drejtë , pak dihet rreth sjelljes së
flukseve TCP mbi WLAN . Prandaj, drejtësia ka hetuar çështjen . Në 3.2.2.2 në kemi
gjetur se Xhiroja e ngopjes të TCP mbi WLAN nuk do të bjerë ashpër si UDP në
mënyrën e qasjes themelore . Shpjegimi këtu është i mundshme që edhe në qoftë se
numri i flukseve të pranishëm është rritur , numri i stacioneve që janë aktive është i
kufizuar . Për shkak të humbjeve ACK dhe të kontrollit të saj të ngjeshur mekanizmat e
flukseve TCP nuk janë të vazhdueshme si flukset e kontrolluar UDP në kuptimin që një
burim TCP tashmë mund të ketë dërguar të gjitha paketat në dritaren e aktuale . Ajo nuk
e vënë në pako tjetër në radhë saj TX para se ajo merr një tjetër ACK nga paketa e të
dhënave të dërguara më parë .Nëse në shqyrtojmë trafikun e të dhënave të çdo STA në
një skenar në rrjedhën e sipërme TCP në shohim një shpërndarje tipike si tregohet në
figurën 3-12 : (sistemi ka të njëjtat cilësime, siç përshkruhet në seksionin 3.2.2.2)

Figura 3-12. Padrejtësia TCP mbi WLAN
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Sasia e trafikut e dërguar nga çdo STA ndryshon jashtëzakonisht . Disa STAs mund të
transmetojë me shpejtësi të plotë, ndërsa të tjerët rrallë mund të dërgojnë ndonjë paketa .
Kjo tregon qartë se jo të gjitha STAs mund të dërgojnë një sasi të barabartë të të
dhënave . Ka disa randomness në të cilën STAs mund të dërgojnë me shpejtësi të plotë
dhe cilat jo , megjithëse ato që fillojnë së pari kanë tendencë të jenë më shumë "fat" se
flukset që fillojn më vonë . Në hulumtimet e ndryshme ajo ka treguar se TCP Tahoe
ndan kapaciteti në dispozicion për flukset konkurrente në mënyrë të barabartë mbi linjat
Wired ([Stevens],[Hasegawa]) . Në shikim të parë figura 3-12 tregon se WLAN duket
të sillen ndryshe . Në sistemet WLAN të mesme nuk është full duplex , përpara TCP
pako të dhëna duhet të luftoj me TCP paketa prapa ACK . AP dërgon të gjitha TCP
ACK paketa mbi medium WLAN , ndërkohë që STAs dërgojnë pako të dhënave TCP .
Kujtohet se në një sistem trashëgimia 802.11b AP nuk ka përparësi në lidhje me
dërgimin e të dhënave . Packetwise, AP vetëm që merr pjesë të barabartë të kapacitetit
WLAN si secili prej pjesës tjetër të stacioneve konkurrente . Radhë TX në AP në
drejtim të stacionet wireless rritet shpejt nëse me shumë flukse në rrjedhën e sipërme
TCP janë aktive . Sepse nuk është vetëm një tampon e fundme në dispozicion , paketat e
prapambetur ACK janë hedhur , nëse flukset e shumë të TCP kanë ndërtuar dritare tyre .
Humbja e paketave ACK shkakton mekanizëm për kontrollin e mbingarkesës brenda
TCP dhe ulë normën e transferimit të STAs . Ajo është e njohur nga TCP se nëse
bllokimet e merrin vendin rrjedhat me një dritare të madhe të hapur janë më pak të
ndjeshëm ndaj humbjeve TCP ACK ([Pilosof]) . Kjo është për shkak të natyrës
kumulative njohjes së cilës TCP pako tjetër ACK ka numrin e duhur rendor dhe të bëjë
humbjen e paketes mëparshëm ACK ([Stevens]) . Në skenarin tonë , flukset të cilat
fillojë më herët do të kenë një dritare relativisht të madhe të ndërtuar lart se latecomers
nëse bllokimet e trafikut zhvillohet në pikën e qasjes . Kjo ndoshta jep shpjegim pse
STAs e para priren të jenë "fatlum" në marrjen e medium të kapaciteti . Për shkak të
natyrës së rastit të mekanizmit backoff gjithmonë ekziston një mundësi se disa ACK
pako janë të humbur rradhazi nga një burim që ka ndërtuar dritare të plotë . Kjo është
ndoshta arsyeja pse STA është më e dobishme gjithashtu mund shihet në shembullin e
treguar (figura 3-12) . Prandaj kjo padrejtësia kryesisht vjen nga tampon e fundme në
AP. Për të verifikuar këtë rezultat është rritur madhësia tampon që ka tejkaluar numrin
maksimal të paketave të mundur të vazhdueshme ACK . Shënoj madhësinë tampon në
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AP nga B dhe marrësi TCP reklamohen madhësin e dritares nga Wmax dhe numri i
flukseve të njëkohshme nga n , në kemi zgjedhur B ≥ n * Wmax për të eliminuar
mundësinë për humbje .Nëse parametrat e tjerë mbahen njëjtë , kemi marrë rezultatet në
figurën 3-13 me madhësinë tampon të zgjeruar .

Figura 3-13. "Padrejtësia" TCP , me AP tampon të zmadhuar

Ky grafik tregon se kapaciteti i medium është i shpërndarë në mënyrë të
konsiderueshme më shumë në mënyrë të barabartë në mesin e burimeve të TCP .Në
figurën 3-14 flukset TCP mbi WLAN janë ekzaminuar që përmbajnë dosjet e
madhësive të pafund . Këto flukset kanë madhësi determinist dhe janë nisur menjëherë
pasi e mëparshmja është përfunduar .
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Figura 3-14. "Padrejtësia" TCP mbi WLAN me madhësinë e file të fundme , 10 dhe 100 pako.

NS-2 rezultate simulimi tregojnë sjellje të ngjashme siç kemi parashikuar . Drejtësi
"përmirëson" nëse skedarët e përcakton fundme janë transmetuar përmes TCP . Shifrat e
mësipërme tregojnë se është pjesa më e barabartë me skedarë më të vogla . Kjo është
për shkak të faktit se brenda kohës sonë simulimin e 2000 sekondave , skedarë më 10
pako mund të dërgohen si dosjet e 100 pakove . Prandaj STAs duhet të ndërtojnë një
lidhje TCP dhe të kalojnë nëpër fillimi të ngadaltë shumë më shpesh me dosjet e 10
pakove . Gjatë një periudhe të gjatë kohore , burimet TCP pritet të marrin pjesë të
barabartë të kapacitetit sa lidhjet TCP të rishkruhet nga koha në kohë dhe shpërndarjet
e rrjedhes se tyre kanë parametra të ngjashme .
3.2.2.4 Permbledhja
TCP ka nevojë për të marrë shtresën e njohur të transportit (TCP ACK) në drejtimin e
prapambetur . NS-2 simulimet konfirmojnë këtë sjellje . NS-2 simulimet tregojnë
gjithashtu se WLAN mediumi është ndjen e zënë nëse një pako nga shtresa e lartë është
ofruar për të , ndërsa stacioni është ende duke dërguar një pako MAC ACK .Krahasuar
me varësinë e xhiros ngopjes mbi numrin e STAs në skenarin UDP vlerat qëndrojnë
mjaft të njëtrajtshme për rrjedhat me TCP mbi WLAN . Edhe pse në nivel e rrjedhjes
numri i flukseve TCP është i lartë , dmth janë lidhjet TCP mes të AP dhe secilit STAs ;
në nivelin e paketes jo të gjitha prej këtyre flukseve janë aktive në të njëjtën kohë .
Prandaj numri real i stacionit të pretenduar nuk është aq i madh sa numri i flukseve të
pranishëm . Flukset TCP të cilat kanë ndërtuar një dritare të madhe janë më pak të
ndjeshëm ndaj humbjeve ACK . Ata ka gjasa të kan fituar kapacitet në dispozicion më
shumë se flukset që nuk e kan ndërtuar dritaren e tyre . Kjo është treguar qartë në qoftë
se flukset e madhësisë pafund janë ekzaminuar . Në botën reale të gjitha flukset do të
kenë madhësi të kufizuar dhe rinisin në pozitë të pafavorshme (start të ngadalshëm)
gjithë kohën . Kapaciteti i mesme do të shpërndahen në mënyrë të barabartë në mesin e
burimeve .
3.2.3 Rezultatet numerike në rrjedhën e modelit të integruar të PS
Në seksionet e mëparshme parametër i rëndësishëm për modelin e zakonshëm PS ,
xhiroja e ngopjes TCP është përcaktuar . Përveç kësaj , është treguar se flukset TCP në
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mënyrë të drejtë ndajnë kapacitetin WLAN në kapërcyell të gjatë . Kjo na lejon për të
shfrytëzuar rezultatet e zakonshëm PS që parashikojnë koha e transferimit file me TCP
mbi WLAN . Kemi drejtuar disa simulime me NS-2 2.27 për të verifikuar këtë model të
thjeshtë. Skenari i përdorur është treguar në figurën 3-7 . Kemi zgjedhur për të lejuar
maksimumin m= 50 . Flukset e njëkohshme në sistem . Parametrat e WLAN janë
përdorur si simulimet e nivelit të paketës shih tabelën 3-2 , përveç kësaj në kemi
drejtuar edhe disa simulime me 11Mbps në WLAN . Në këtë rast në kemi zgjedhur për
WLAN norma e parametrave të të dhënat 11Mbps dhe 2Mbps normën bazë (802.11b
multi normat mbështetjes ( [802.11b] ) ) . Flukset mbërrijnë sipas një procesi Poisson
dhe kanë një madhësi eksponenciale të shpërndarë që nënkupton :
1
µ

= {10 , 100 , 1000 } * 1500 bytes

(20)

Kohët e transferimit janë përcaktuar për ngarkesën e sistemit të ndryshme , e cila është
definuar si :

ρ' ≡

𝜆
µ𝑅𝑊𝐿𝐴𝑁

;

(21)

më :
RWLAN = {1 , 11 } Mbps .

(22)

Për të shmangur efektet e rastit , të dhënat grumbullohen vetëm në qoftë se secili STA
ka përfunduar marrjen e të paktën 3 filave . Më pas kemi mbledhur kohen e transferit
file-ve gjatë 5000 sekondave . Flukset e përfunduar vetëm janë të numëruara . Secila
pikë simulim konsistojnë 5-10 simulimet në mënyrë që të arrihet një 95% interval
besueshmërie në raport fraksion nën 5% . Rezultatet janë treguar më poshtë .

Figura 3-15. TCP koha e transferit të file-ve , Simulimi vs. PS zakonshme (RWLAN=1Mbps)
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Në figurën 3-15 në shohim kohën e transferimit të fluksev nga të dy NS-2 simulimet
dhe parashikimin nga modeli i zakonshëm PS me madhësi të ndryshme të fluksit .
Shpejtësia e qasje WLAN është 1Mbps . Kemi përcaktuar në seksionin 3.2.2.2 që vënë
efektin e mirë për një rrjedhë të vetme TCP është 0,828 Mbps dhe kjo vlerë është
përdorur si C për të ushqyer në modelin e zakonshëm PS. Modeli i zakonshëm PS
tenton të japë një parashikim shumë optimist . Dallimi është edhe më i madh nëse file-t
më të vogla janë të transmetueshme . Do të japim një shpjegim më vonë në këtë
seksion.

Figura 3-16. TCP koha e transferit të file-ve , Simulimi vs. PS zakonshme (RWLAN=11Mbps)

Figura 3-16 tregon rezultatet nga të dy simulimet NS-2 dhe modelit të zakonshëm PS
me 5 Mbps kapacite . Modeli i përgjithshëm tregon edhe një parashikim shumë
optimist. Derisa madhësia e skedarit është e madhe , modeli jep një parashikim të saktë
me simulim të ulët ρ' , edhe pse performanca e modelit bëhet më keq në qoftë se sistemi
i afrohet ngopjes (rreth ρ '= 0.45) . Nëse dosjet të madhësive të vogla janë të
transmetueshme , modeli nuk jep një përafrim të sakta në të gjitha . Në përgjithësi ,
modeli i zakonshëm PS është shumë optimist për parashikimin e kohës transferimit të
file .
3.2.4 Transferimi i file TCP mbi WLAN , rishikimi i nivelit të pakove
Siç është treguar më parë , marrja e një kapaciteti konstant kur atje është një fluks (
rrjedhe ) prezente është tepër optimiste . Xhiroja e ngopjes TCP (vënë mirë) në drejtim
të rrymës është përcaktuar me madhësi të ndryshme skedarësh . Flukset kanë madhësi
determinist , domethënë { 10 , 100 , 1000 } * 1500 bytes . Një rrjedhë është nisur
menjëherë për një STA në qoftë se e mëparshmja është përfunduar .
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Figura 3-17. Downstream TCP saturation throughput over WLAN at {1Mbps, 11Mbps}

Rezultatet tregojnë një numër të gjërave interesante .Nëse flukset TCP përmbajnë vetëm
dosjet të vogla , ata nuk mund të shfrytëzojnë kapacitetin e mesme të plotë .Treguar
kohën e vajtje-ardhjeve të flukseve TCP nga RTT , dhe madhësia e skedës nga S (pako
e 1500 bytes) , tani e konsiderojnë një rrjedhë TCP e vonuar me njohjen dhe rrjedha
fillon me 2 pako të dhënave të njëpasnjëshme . Nëse nuk ka asnjë kufizim për
madhësinë e dritares , dritarja do të dyfishojë madhësinë e saj pas çdo RTT dmth 2, 4,
8, .... Ajo do të marrë përafërsisht [ log2 (S+1) ] numër RTTs për të përfunduar këtë
dosje . Prandaj, norma që kjo rrjedhë mund të arrijë është :
Rs =

𝑆∗1500∗8
[log2 ( S+1 )]∗RTT

,

(23)

RS është një funksion në rritje në S . Në rezultatet e simulimit në figurën 3-17 shohim se
vërtet madhësia e skedës të vogël S mund të imponojë një Rs të kufizuar e cila është
dukshëm më e ulët se sa kapacitet mesatare efektive të lejuar nga medium WLAN . Kjo
shpjegon pjesërisht edhe pse modeli i zakonshëm PS jep një vlerësim shumë të pasaktë
për dosjet e vogla .
File-at me 1000 pako nuk vuajnë më shumë nga efekti i përshkruar në 1 . Megjithatë ,
dallimi në mes të xhiros maksimale totale me 2 flukset dhe 50 flukset është ende 10% .
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Sepse NS-2 tregon vetëm jashtë TCP good put , humbjet e kapacitetit mund të vijnë nga
tampon të kufizuar në drejtim të rrymës në pikën e qasjes . Nëse ka shumë flukse në
harmoni madhësia e përgjithshme e dritares do të tejkaloj madhësinë e dhënë tampon
dhe rezultati është se një pjesë e TCP paketave të të dhënave është e humbur . Nëse
shikojmë në opsionit TCP të vendosur mirë me një tampon të zgjeruar e cila është e
mjaftueshme që të përmbajë pako të vazhdueshme nëse të gjitha 50 flukset janë në max
të dritares së tyre , shohim se xhiroja totale është shumë më e qëndrueshme . Shih
figurën 3-18 (me një tampon të mjaftueshme asnjë humbje nuk do të ndodhë dhe kështu
bytes totale e transmetuara do të jetë e barabartë) . Nëse ka vetëm një tampon( buffer )
për 50 pako good put zvogëlon , veçanërisht në qoftë se një numër i madh i flukseve në
harmoni TCP janë aktive . Është interesante për të parë se në atë rast burimet TCP
aktualisht dërgojn shumë pako . Megjithatë , një pjesë e këtyre paketave janë të rënë për
shkak së tampon del nga shtrati . Humbja rrit me numrin e flukseve në harmoni .

Figura 3-18. Ndikimi i AP tampon në TCP goodput

3.2.5 Niveli i rafinuar i rrjedhes TCP në modelin e integruar
Nga rezultatet e mëparshme duket se WLAN ofron një kapacitet të barabartë për numra
të ndryshëm të flukseve të njëkohshme TCP . Kjo sugjeron se mund të perdoren
rezultatet TCP për lidhje fikse për të modeluar kohën e transferimit me TCP .
Lassila et al. ([Lassila]) kanë propozuar një model të integruar paketes / rrjedha të
nivelit për transferimin e skedarëve dhe parashikimet e kohë me TCP mbi linkun fikse .
Në nivel rrjedhës autorët kanë përdorur të njëjtat rezultate nga një model Generalized
Processor Sharing siç tregohet më lart .
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Në nivelin e paketes modeli është si vijon : Është supozuar se ka një numër të caktuar të
flukseve aktive në transmetimet mbi një lidhje të përbashkët . Për më tepër këta klientë
supozohet të kenë RTTs identike . Ajo ka qenë treguar nga studimet e shumta që
ngarkesa e trafikut TCP dhe humbja e probabiliteti janë të lidhura nga një formulë rrënjë
në katror . Ekuacioni ngarkesës nga Kelly ([Kelly]) është përdorur për të përfaqësuar
këtë lidhje :

tn =

𝑛
𝑅𝑇𝑇

√

2(1−𝑝)
𝑃

,

(24)

Ku n është numri i flukseve , p humbja e probabiliteti dhe Tn ngarkesës ofrohet nëse
flukset n janë aktive . Ndërsa ekuacioni i mësipërm tregon varësinë e tn në p . Humbja e
probabiliteti p është gjithashtu e varur në ngarkesën e trafikut të cilat mund të
përshkruhet nga një model queuing . Në qasjen Lassila , ata kanë zgjedhur për të
përdorur një model queuing M/D/1/K (M: Markovian, Poisson job arrivals; D:
deterministic service times; 1: single server; K: limited queueing buffer K) . Ka disa
metoda për të llogaritur probabilitetin p humbja e nga sistemi i përshkruar më lart shih
p.sh. ( [Virtamo], [Tijms]). Lassila et al. kanë marrë nga rezultatet M/D/1/K se p është
një funksion monoton rritje në tn, ndërsa formula nga Kelly tregon se tn është
<monotonously rënie në p . Këto marrëdhënie garantojnë ekzistencën e një zgjidhje
unike pikë fikse . Në [Lassila] autorët kanë konsideruar flukset e TCP nga lidhjet e
aksesit me kapacitet të kufizuar . Ajo nuk është relevante për punën tonë dhe kështu nuk
përshkruhet këtu . Nëse një tampon e madh është e pranishme, vonesa queuing mund të
rritet nëse flukset e shumta janë duke konkurruar për lidhjen . Kjo mund të bëhet pjesë e
rëndësishme në RTT një rrjedhë e TCP në kundërshtim me supozimin e bërë në
([Kelly]) . Në ([Lassila]) përkufizimi RTT është rregulluar nga këtu RTTn = RTT0 + dn
me RTT0 . Kjo RTTn e rregulluar është përdorur në ekuacionet pika fikse të përshkruara
më lart . Ekuacioni i mësipërm supozon se flukset TCP mund të transmetojë në
madhësinë të dritares të plotë në periudhën e transmetimit dhe të gjithë zakonisht jep një
vlerësim tepër optimist për vonesën transferimit në skedar . Në skenare realiste TCP
flukset e paketave do të ketë shumë më pak të transmetuara gjatë fillimi të ngadaltë . Për
të bërë kompensimi e këtij efekti Lassila et al kanë llogaritur numrin e paketave b .
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Koha e nevojshme për të transmetuar këto pako është shtuar në rezultatet e para .
Shprehur në formulën:
̅

̅

𝑁
𝑅𝑇𝑇 (𝑡)
𝑇̅delay = + b * ̅ ,
𝜆

𝑤

(25)

̅ numri mesatar i rrjedhës ne
Në cilin 𝑇̅delay është totali i transmetimit vonesë , 𝑁
sistemin.Në skenarët tona në mund të llogarisim RTT0 :Për 10Mbps/1Mbps wired-cumwireless network (10ms vonesa në lidhjen fikse) :
RTT0(1Mbps) = Twired (data) + Twireless(data) + Twireless(ACK) + Twired(ACK) ≈ 0.036s
(26)

dhe për 100Mbps/11Mbps wired-cum-wireless network (10ms vonesa në lidhjen fikse) :
RTT0(11Mbps) = Twired (data) + Twireless(data) + Twireless(ACK) + Twired(ACK) ≈ 0.023s
(27)

Në shifrat e ardhshme rezultatet nga simulimet tona dhe parashikimet nga modeli
Lassila janë të përfaqësuara .

Figura 3-19. Mesatarja e kohës transferimit nga simulimet NS-2 dhe modele (K = 50)

Shohim se modeli nga Lassila bëhet më mirë se sa modeli i zakonshëm PS që kemi
përdorur më parë . Në përgjithësi modeli Lassila ende jep një parashikim shumë
optimist . Arsyeja këtu mund të jetë supozim optimist se pako TCP mbërrijë në bazë të
një procesi Poisson të mbërritjes . Në realitet procesi i mbërritjes së paketes mund të
jetë shumë bustier se sa mund të përshkruhet nga një radhë M/D/1/K . Related
kërkimore për përmirësimin e qasjes së nivelit të pakos mund të gjenden në( [Haan]) .
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3.2.6 Përmbledhje
Në këtë seksion , në kemi aplikuar modelin e zakonshëm Sharing Processor dhe një
pako / rrjedhin të integruar niveli modeli për të modeluar kohën e transferimit të
skedarëve duke përdorur TCP mbi WLAN . Rezultatet e modeleve tregojnë formë të
ngjashme si simulimet . Ata gjithashtu tregojnë të njëjtin rajon kritik ku kohët e
transferimit rriten me shpejtësi . Megjithatë , modele sigurojë një parashikim shumë
optimist të kohës transferimit . Arsyeja kryesore është se përafrimi i xhiros mesatare
është tepër optimist . Në kemi parë gjithashtu se sjellja e transferimet file me TCP mbi
WLAN në drejtim të rrymës është shumë e ngjashme me një LAN fikse me një
kapacitet të barabartë të te xhirove efektive WLAN me një rrjedhë TCP . Ky i fundit
mund të përafrohet me një llogaritje të thjeshtë . Përmirësimi i modelit të transferimin të
skedar kohor do të merret përmes perpunimet të mëtejshme në modele TCP . Procesi i
ardhjes së paketes do të përmirësohet dhe xhiro TCP e dosjeve të vogla duhet gjithashtu
të merret në konsideratë krahas modeleve të integruara .
3.3 Përfundim
Në këtë kapitull , kemi studiuar sjelljen e transfertave të skedar me TCP mbi WLAN
dhe kemi përdorur dy modele që parashikojnë kohën e transferimit të skedar me TCP
mbi WLAN . Për të marrë rezultate të besueshme simulimi , se pari kemi ekzaminuar
paketën e parë të simulimit Network Simulator 2 (NS-2) . Në përcaktum "xhiron e
ngopjes" me UDP të vazhdueshme të flukseve përmes NS-2 simulimeve dhe modeleve
matematikore nga WU ([Wu]) . Nga rezultatet shohim se NS-2 jep rezultate mjaft të
sakta . Në numrin e lartë të modelit të flukseve në harmoni dhe NS-2 do të japë rezultate
të ndryshme . Arsyeja kryesore këtu është për faktin se ([Wu]) nuk e ka konsideruar
ndikimin nga EIFS ndërkohë që EIFS është zbatuar në NS-2 . Së dyti , hetuam sjelljen e
TCP mbi WLAN në nivel e paketes . Simulimi me flukset TCP të madhësive të
pakufizuara jep rezultate të pasakta në drejtim të drejtësisë që nga TCP flukset me një
dritare të madhe kanë një avantazh të madh në marrjen e kapacitetit të mesme . Nëse
flukset janë të një madhësie të pafund , flukset e kanë probabilitet shumë të vogël për të
rritur dritaren e tyre dhe për të marrë një ndarje të drejtë nga kapaciteti i mesëm . Nëse
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flukset e madhësi të fundme janë përdorur , TCP bën shpërndarjen e kapaciteteve të
mesme të drejtë mes flukseve . Në vendin e tretë performanca e nivelit rrjedhës të
transfertave të file TCP mbi WLAN janë ekzaminuar . Dy modele janë ekzaminuar :
modeli i zakonshëm Processor Sharing (PS) me një kapacitet të caktuar dhe një pako /
rrjedha të integruar , model niveli i propozuar nga Lassila et al ([Lassila]) . Edhe pse
ky i fundit jep një parashikim më të mirë të kohës transferimit të fluksit , të dy japin
parashikime tepër optimiste . Në nivelin e fluksit të transfertave të skedar TCP mbi
WLAN tregojnë sjellje të ngjashme si file transfertave TCP mbi një lidhje fikse . Në
këtë mënyrë kapaciteti i lidhjes fikse merret si xhiro efektive në krahasim WLAN . Për
këtë arsye , në mënyrë që të përmirësohet koha e parashikimet të transferimit skedar me
TCP mbi WLAN , modelet më të mira TCP duhet të përdoren . Bazuar në literaturë
([Lassila], [Haan]) , ajo është zakonisht shumë optimist për të përdorur radhën
M/D/1/K modelit TCP të paketës humbjeve në nivel pako . Prandaj , xhiro është
gjithashtu shumë optimiste . Përgjithësisht procesi i ardhja së TCP paketave besohet të
jetë shumë më bustier dhe nuk mund të trajtohen nga një mbërritje e procesi Poisson si
përshkruhet në një radhë M/D/1/K . Perpunimet e tjera mund të përfshijnë shqyrtimin e
normës të arritshëm TCP rrjedhin me madhësi shumë të kufizuar . Simulimet tona
gjithashtu konfirmoi këtë . Në qoftë se ky efekt është marrë në konsideratë norma për të
aplikuar zgjidhje të PS në nivel të fluksit pritet të jetë shumë më e ulët në ngarkesë të
sistemit të ulët . Rezultatet duhet të japin një normë më të lartë të transferimit dhe të
japë një parashikim më të saktë .
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4. Stimulimi i rrjetit WLAN 802.11e
Ky seksion ekzaminon të ardhshëm e re Standard: IEEE 802.11e . Siç shpjegohet në
pjesën e dytë , IEEE 802.11 Task Group e është ngritur për të integruar zgjerimin QoS
në 802,11 . Simulimet janë përdorur për të përcaktuar ecurinë e këtij anëtari të ri të
familjes 802,11 . Ky seksion është i organizuar si më poshtë : Seksioni 4.1 përshkruan
zbatimin e shtrirjes 802.11e në NS-2 . Neni 4.2 paraqet rezultatet e vlerësimit të
performancës së parametrave të ndryshme brenda 802.11e . Në nenin 4.3 Performanca e
802.11e është shqyrtuar në një skenar , ku shërbimet e ndryshme janë të pranishme ,
duke përfshirë VoIP , VoD dhe web browsing .
4.1 Zgjerimet e NS-2
802.11e është një teknikë e re dhe nuk përfshihen në njoftime zyrtare të NS-2 .
Megjithatë, gjatë viteve të fundit disa grupe të ndryshme kërkimore kanë zhvilluar
zgjerimet e tyre 802.11e për NS-2 , p.sh. Atheros ([NSE-a]) , Universiteti i Stanford
([NSe-s]) , INRIA ([NSe-i]) . Një paketë është përdorur gjerësisht nga (TKN) grup i
Telekomunikimit te Universitetin teknik te Berlin ([NSE-b]) . Ky i fundit është i bazuar
në draftin e fundit 802.11e dhe ndërtuar për të fundit NS-2 . Për shkak se ajo përmban
shumicën në datën e informacionit nga drafti për njohuritë e autorit , simulimet nga ky
kapitull janë të bazuara në zbatimin TKN . Vini re se TKN ka zbatuar AIFS si :
AIFSTC = SIFS + AIFSNTC * tTimeSlot , me AIFSNTC ∈{1 , 2 , 3 , ….}

(28)

dhe TXOPLimit është përcaktuar në kohë .
4.1.1 Ecja nëpër kode
Brenda kodeve TKN të gjitha katër parametrat e 802.11e janë zbatuar si faktor
këmbëngulës që nuk është më e përfshirë në draftet 802.11e . Faktori këmbëngulës nuk
është konsideruar në të mbeturen e këtij seksioni . Vlerat e parametrave janë ruajtur në
vargjet cwmin_[pri], cwmax_[pri], aifs_[pri] dhe txop_limit_[pri] . Për shembull ,
cwmin_[0], cwmax_[0], aifs_[0] dhe txop_limit_[0] korrespondojnë me grup
parametër të trafikut të klasit TC [0] . Secili TC ka radhën e vet brenda një stacioni për
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të paracaktuara vlerat e parametrave . Deri në katër rradhë customizable janë përcaktuar
në paketën TKN . Edhe pse kjo është më pak e specifikuar në IEEE 802.11e draftit , në
realitet disa rrjete do të kërkojnë më shumë se katër TCs . Origjinal NS-2 2.26 përfshin
një sërë kohëmatës për radhë në një stacion , dmth defer timer , backoff timer , interface
timer , send timer dhe NAV timer . Këto timers(kohëmatës) janë përgjegjës për të
trajtuar procesin e backoff 802,11 stacioneve . Brenda paketës 802.11e këto kohëmatës
janë të lidhura me rradhë në TC në vend të stacioneve . Procesi backoff është bërë tani
në nivelin e radhës siç specifikohet në draftin 802.11e . Proceset backoff të këtyre
radhëve janë përcaktuar nga parametrat TC cwmin_[pri], cwmax_[pri] dhe aifs_[pri] .
Mekanizëm i grindjes është ndryshuar i tillë që një pako e TC të lartë brenda një
stacioni do të transmetohet në qoftë se perplasja ndodh . Kohëzgjatja e një mundësi të
transmetimit është e definuar me txop_limit_[pri] e TC[pri] . Nga default TXOPLimit
është fikur , p.sh. të gjitha radhët e gjata janë të lejuara vetëm për të transmetuar një
pako të vetme, pas fitores një grindje . Nëse TXOPLimit është i ndezur , të txop_limit_
[pri] vlerat aplikohen . Një numri maksimal i paketave të njëjtës radhë janë dërguar nga
të cilat kohëzgjatja e përgjithshme nuk kalon txop_limit_ [pri] vlerë . Përveç kohës së
transmetimit të paketave , intervale të ndryshme IFS dhe MAC ACK transmetimit janë
marrë gjithashtu parasysh .
4.1.2 Rastet e veprimit të thjeshtuar
Si një test themelor për paketën TKN kemi përcaktuar rrjedhën e sipërme UDP xhiros
ngopjes për numra të ndryshëm të stacioneve . Në këtë mënyrë parametrat 802.11e kanë
qenë të caktuar vlerat që janë të njëjta si një WLAN 802.11b , domethënë
{AIFSN = 2 , CWmin = 31 , CWmax = 1023 , TXOPLimit = 0 }

(29)

Parametrat e tjerë janë të vendosur simulime të ngjashme, siç përdoret në
(Kapitullin e mëparshëm) . Rezultatet janë paraqitur në figurën 4-1
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Figura 4-1. Xhiroja në rrjedhën e sipërme të ngopjes me zgjerimin TKN

Në Figurën 4-1 xhiros ngopjes, të cilat janë të përcaktuara me NS 2.27 në seksionin e
mëparshëm është komplotuar së bashku me rezultatet analitike të modelit Bianchi-së .
Rezultatet e simulimeve të bazuara në zbatimin TKN përputhen pothuajse saktësisht me
referencë NS 2.27 rezultate. Duke shqyrtuar kodet kjo tregon se zbatimi TKN përfshin
të gjitha karakteristikat e rëndësishme të IEEE 802.11e WLAN . Rezultatet e testit të
thjeshtë tregojnë gjithashtu se ajo ka një mekanizëm të qasjes bazike të mirë .
4.2 Hetimi i ndikimit të parametrave në IEEE 802.11e
IEEE 802,11 TGe është formuar për të integruar rritjen QoS në shtresën MAC WLAN .
Seksioni 2 përshkruan katër parametra të ndryshueshëm që janë futur , domethënë
AIFSN , CWmin , CWmax dhe TXOPLimit . Në mënyrë që të caktojë vlerat e duhura
për këto parametra në një rrjet specifik 802.11e , ndikimi i këtyre parametrave se pari
shqyrtohet veçmas .
4.2.1 Diskutimi i parametrave IEEE 802.11e
➢ CWmin
([Bianchi]) tregoi se përplasja e probabiliteti është përcaktuar në masë të madhe nga
madhësia CW në stacionet e pretenduar . Në 802.11e, TCs të ndryshme kanë vlera të
ndryshme CWmin . Prandaj, shtetet fillestare CW midis stacioneve nga TCs të
ndryshme janë gjithashtu të ndryshme . Stacionet me një vlerë më të vogël CW do të
ketë një probabilitet më të lartë për të transmetuar . Prandaj , në qoftë se parametrat e
tjerë janë të vendosur barabartë , stacionet me një vlerë më të vogël CW do të kenë një
pjesë më të madhe të kapacitetit të mesëm . Nëse një stacion i caktuar ka për të nxjerrë
një dritare backoff madhësia e CW është përcaktuar fillimisht me vlerën e tij CWmin .
Prandaj ndikimi i CWmin do të jetë gjithmonë i pranishëm . Një vlerë më e vogël CW
do të thotë se numri i kohës së lojërave elektronike në proces backoff është edhe më i
vogël . Rezultati është se pak kohë është shpenzuar në procesin backoff dhe për këtë
arsye një ndikim pozitiv pritet në efikasitetin e kanaleve . Megjithatë , vlerat më të
vogla CW gjithashtu rezultojë në një rritje të probabilitet të goditjet . Efekti i dytë do të
bëhet më dominante në rrjetet me një numër të lartë të stacioneve konkurrente .
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➢ CWmax
CWmax gjithashtu kontribuon në evolucionin e CW në procesin e pretenduar . Stacione
me vlera të vogla CWmax pritet të marrë një pjesë më të madhe të kapacitetit të mesëm.
Megjithatë , në krahasim me CWmin , vlera e CWmax është arritur vetëm pas një numri
të përplasjeve të njëpasnjëshme me pako të njëjtë . Kjo sugjeron se vlerat e diferencuara
CWmax do të ketë efekt vetëm me një numër relativisht të lartë të stacioneve të
pretenduar . Kur një numër është "relativisht i lartë" , varet nga vlerat e sakta të CWmin
dhe CWmax , së bashku me parametra të tjerë . Të dy efektet mbi efikasitetin e
kanaleve të përshkruara në CWmin janë gjithashtu të vlefshme për CWmax .
Megjithatë, CWmax përcakton vlerën përfundimtare të procesit CW eksponenciale të
saj në rritje . Prandaj , vlera e CWmax është edhe më kritike në qoftë se goditjet
ndodhin shpesh , të tilla si në një rrjet me një numër të madh të stacioneve të pretenduar.
Një vlera të vogël CWmax mund të degradojnë në masë të madhe punën e sistemit në
kanalet e efikasitetit nëse numri i stacioneve të pretenduar është i lartë .
➢ TXOPLimit
TXOPLimit përcakton kohëzgjatjen që një STA është e lejuar për të transmetuar, pasi
ajo ka fituar një grindje . Duke supozuar se STAs nga TCs të ndryshme kanë të njëjtat
vlera te parametrave vlerë tjetër përveçse të paturit TXOPLimit , probabiliteti i
transmetimit të suksesshëm do të jetë i njëjtë për të gjitha këto STAs . Megjithatë , një
STA nga klasa e komunikacionit me një vlerë TXOPLimit të lartë do të jetë në gjendje
të transmetojë paketa më shumë të dhëna në një TXOP . Nga një pikë e xhiros së parë ,
stacionet me një vlerë më të lartë TXOPLimit do të marrë një pjesë më të madhe të
kapacitetit të mesëm . Me respekt ndaj TXOPLimit , raporti i xhiros së një nyje në
rrjetin e përbërë nga dy TC mund të llogaritet bazuar në ([Bianchi])
Përcaktoj N1 si numri i TC0 stacioneve dhe N2 numri i stacioneve TC1 në rrjet atëherë
xhiroja totale e TC0 dhe TC1 është :

RA1 =

N1
̅̅̅̅
∗ Ps∗ B1
N1+N2
N1
N2
Ps∗
∗ Ts1+Ps∗
∗ Ts2+Pc∗Tc+(1−Ps –Pc)∗Ϭ
N1+ N2
N1+N2

,

(30)
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dhe

RA2 =

N2
̅̅̅̅
∗ Ps∗B2
N1+N2
N1
N2
Ps∗
∗ Ts1+Ps∗
∗Ts2+Pc∗ Tc+(1−Ps−Pc)∗ Ϭ
N1+N2
N1+N2

,

(31)

në të cilën PS eshte probabiliteti që një pako transmetohet me sukses , Pc probabiliteti që
̅̅̅̅ dhe 𝐵2
̅̅̅̅ janë payloads transmetuara në çdo TXOP , TS1 dhe TS2
një paket përplaset , 𝐵1
janë gjatësia TXOPLimit i TCs , TC eshte kohëzgjatja e nje goditjes dhe σ gjatësinë e
një kohmëmatsi .
Raporti i xhiros së një stacioni të vetme të çdo TC atëherë është :

ratio =

RA1
N1
RA2
N2

̅̅̅̅
B1

= ̅̅̅̅ ,
B2

(32)

i cili është raporti i madhësive payload se stacionet mund të transmetojë në
TXOPLimits e tyre .
➢ AIFS(N)
Gjatësia e AIFS përcakton se pas slots sa boshe një stacioni është e lejuar për të
numëruar poshtë (mbetur) backoff numërimin e saj . Nëse parametrat e tjera janë të
njëjta , stacionet me një AIFS të shkurter do të jenë në gjendje të fillojë në rënie backoff
e tyre të mbështeteni më parë , kur ndjen medium është boshe . Kjo do të thotë se
stacionet me vlerë më të vogël të AIFS do të kenë një avantazh në procesin backoff .
Prandaj , stacionet me AIFS të ulëta priten të marrin një pjesë më të madhe të kapacitetit
të mesëm . Për më tepër , gjatësia e AIFS për një stacion nuk ndryshon në çdo seancë
backoff . Në një rrjet ku shumë stacione janë të pretenduar për qasje të mesëm , ajo do
të marrë në një stacion disa seanca backoff para se ajo mund të transmetojë një pako .
Për një stacion me një vlerë më të madhe të AIFS , në secilin prej këtyre sesioneve ajo
duhet të presë për një AIFS të gjata përsëri para se ajo mund të ulet numërimin e saj
backoff . Disavantazhi për këtë stacion rritet me numrin e seancave backoff për
dërgimin e çdo pakete . Dhe në qoftë se një stacion me një vlerë të madhe AIFS do të
luftoj me një numër të madh të stacioneve me vlerë të vogël AIFS , është e mundur që
ky stacion vështirë se mund pakësim (mbetur) backoff numërimin e saj . Me mbarimin e
saj një AIFS nga stacionet e tjera mund të jetë tashmë e transmetuar . Prandaj
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diferencim përmes AIFS pritet të ketë një ndikim të madh në një rrjet më të mbushur me
njerëz .
4.2.2 Përshkrimi i skenarit
Ndikimi i këtyre parametrave është studiuar me anë të xhiros së STAs të TCs të
ndryshme në një rrjet të ngopur 802.11e . Skenari i njëjtë zbatohet siç është paraqitur në
figurën 3-1 . Megjithatë , stacionet janë ndarë tashmë në dy TCs me grupe të ndryshme
të parametrave 802.11e . Në kemi zgjedhur për të vlerësuar një gamë më të madhe të
vlerave të parametrave përveç atyre të preferuar në draftet 802.11e , pasi prodhuesit dhe
operatorët janë të lirë të zgjedhin vlerat e veta te parametrave në prodhimet e tyre . Në
çdo skenar dy TCs janë të pranishëm me grupe të ndryshme të vlerave të parametrave .
TC0 korrespondon me një klasë të lartë prioritare dhe TC1 korrespondon me një klasë
më të ulët prioritare . Dy lloje të skenarëve janë studiuar :
1. Numrat e njëjtë të STAs për të dy TC0 dhe TC1 , numri i përgjithshëm është
rritur .
2. Një TC ka një numër fiks të dy STAs dhe numri i STAs nga TC tjetër është
rritur .
Në të dy skenarët e xhiros në STA nga TC të ndryshme është vendosur dhe krahasuar .
Në të gjitha skenarët e trafiku është gjeneruar në drejtim të rrjedhës së sipërme dhe
përmban paketa UDP me payloads të 1460 bytes . Stacionet e pretenduar janë supozuar
të jenë të vazhdueshme gjatë gjithë kohës , dmth ata gjithmonë kanë për të dërguar
pako . WLAN ynë punon në mënyren e saj themelor të qasjes me një normë të qasjes
rwlan = 1Mbps .
Një numer i simulimeve janë kryer për të krahasuar ndikimin e parametrave 802.11e ,
në këto raste TCs janë të diferencuara me dy parametra të ndryshme 802.11e . Në të
gjitha simulimet vetëm parametri 802.11e nën hetim është i ndryshme , parametrat e
tjera të ndryshueshme janë të vendosur në përputhje me ekuivalentet e tyre 802.11b nëse
nuk thuhet ndryshe . Ndikimi në diferencim diskutohet per parametër më poshtë , si dhe
efektin e tyre në efikasitetin e kanaleve .
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4.2.3 Rezultatet e simulimit
Simulimet janë kryer me NS 2.26 me zgjerimin TKN-së 802.11e . Të dhënat nga 140
seconds e parë të simulimit janë lënë pas dore për të shmangur efektet e rastit . Pasi që
statistikat janë mbledhur për 2000 sekonda kohë simulimi . Rezultatet e simulimit janë
të bazuara në 4-6 riprodhimi në çdo skenar .
1. CWmin
Simulimet nga tipi i skenarëve japin rezultatet e mëposhtme , shiko grafikun 4-2 . Ajo
tregon xhiron (throughput) e një stacioni të vetëm në çdo TC , si dhe xhiron totale të
çdo TC . Raporti i xhiros për stacionin e dy TC është gjithashtu i komplotuar .

Figura 4-2. IEEE 802.11e. Diferencimi përmes CWmin . Lloji i skenarit 1.
(a) majtas, TC0 me CWmin 7 dhe TC1 31; (b) djathtas , TC0 me CWmin 7 dhe TC1 63 .

Rezultatet tregojnë qartë se stacionet me një vlerë më të vogël CWmin marrin një pjesë
më të madhe të kanaleve të kapacitetit se stacionet e tjera . Nëse numri i përgjithshëm i
stacioneve rritet , xhiroja për nyje zvogëlohet me shpejtësi . Shuma totale e kanaleve
efektive të rënies së kapaciteteve për shkak të rritjes së numrit të perplasjeve dhe rënia e
kanaleve të kapaciteti është e ndarë midis një numri të madh të stacioneve . Një
vëzhgim interesant është se xhirot totale të ulëta të stacioneve TC janë mjaft të
pandjeshëm ndaj numrit të stacioneve në këtë lloj skenari . Hetimet e mëtejshme janë të
nevojshme për të siguruar më shumë njohuri në këtë çështje . Në shohim se raporti i
xhiros mes stacioneve nga TC0 dhe TC1 (Vija e gjelbër thyhet) zvogëlohet , nëse më
shumë stacionet janë duke pretenduar për medium . Kjo sugjeron që diferencimi
nëpërmjet CWmin është më pak efektive në një rrjet më të dendur e cila konfirmon
shpresën tonë .Gjithashtu mund të vërehet se raporti xhiros ulët me raportin e vlerave
CWmin nga TCs të ndryshme dhe ndoshta do të bjerë edhe pak më poshtë saj , nëse
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numri i stacioneve rrit më tej . Kjo do të thotë se diferencim përmes CWmin gjithmonë
do të ketë ndikim .

Figura 4-3. IEEE 802.11e. Diferencimi përmes CWmin . Lloji skenarit 2 . TC0: CWmin 7; TC1:
CWmin 31 (a) majtas, numri fiks i TC1 stacioneve; (b) të drejtë, numri fiks i TC0 stacioneve

Simulimet nga skenarë të tipit 2 tregojnë sjellje të ngjashme të një rrjeti që përmban
stacione me vlera CWmin të ndryshme .
2. CWmax
Rezultatet nga simulimet të tipit të skenarit 1 janë treguar në figurën 4-4 .

Figura 4-4. IEEE 802.11e Diferencimi përmes CWmax . Lloji skenarit 1 .
(a) majtas, TC0 me CWmax 31 dhe TC1 1023; (b) djathtas, TC0 me CWmin 127 dhe TC1 1023.

Në rastet e diferencimit përmes CWmax , xhiroja totale e TC prioritet më të lartë është
më konstante . Në figurën 4-4 (a) xhiroja totale e TC0 madje rritet derisa numri i
përgjithshëm i stacioneve arrin 16 . Raporti në mes të xhiros TC0 dhe TC1 rritet me
numrin e stacioneve të pretenduar në rrjetin . Në një rrjet ku disa stacione janë të
pretenduar për media raporti i xhiros i afrohet 1-shit që do të thotë se nuk ka praktikisht
asnjë diferencim midis dy TCs .
Në foton e majtë TC0 CWmax ka një vlerë prej 31 , e cila është e barabartë me vlerën
CWmin dhe prandaj nuk ka rritje kur CW zhvillohet . Është interesante për të parë se
ekziston tashmë një ndryshim i dukshëm në xhiro të dy TC kur secili TC ka vetëm një
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stacion në rrjet . Me sa duket përplasja e probabiliteti nuk mund të neglizhohet edhe me
dy stacionet e pretenduar .
Ndikimi i CWmax është më i fuqishëm në qoftë se rrjeti ka një numër të madh të
stacioneve . Pasoja është se klasa e trafiku me një prioritet më të ulët që do të thotë një
vlerë më të madhe CWmax vështirë se mund të marrë ndonjë kapacitet të mesme në një
rrjet të dendur . Kjo e fundit është përmendur shpesh si uria e TC të ulët .

Figura 4-5. IEEE 802.11e Diferencimi përmes CWmax. Lloji skenar 2 . TC0: CWmax 31;TC1:
CWmax 1023 (a) majtas, numri fiks i TC1 stacione; (b) të drejtë, numri fiks i TC0 stacioneve

Lloji skenari 2 tregon rezultate të ngjashme . Rritja fillestare e xhiros agregate TC0 e
stacionit në figuren 4-5 (a) është për shkak se është rritur numri i stacioneve TC0 ndërsa
TC1 ka një numër të caktuar të dy stacioneve .
Raporti i xhiros fillon përsëri nga një skenar ku disa stacione janë konkurrente për
medium . Raporti i xhiros rritet me shpejtësi e shumës se stacioneve të pretenduara .
Nëse numri i përgjithshëm i stacioneve është i njëjtë , raporti është më i lartë nëse ka më
shumë stacione të pranishëm TC0 .
3. TXOPLimit
Figura 4-6 dhe figura 4-7 tregon krahasime e diferencimit të xhiros përmes TXOPLimit
të tipit skenarë 1 :

Figura 4-6. IEEE 802.11e. Diferencimi përmes TXOPLimit. Lloji skenarë 1.
(a) majtas , TC0 me TXOPLimit 0.1s dhe TC1 0;
(b) djathtas , TC0 me TXOPLimit 0.1s dhe TC1 003s
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Në tipet skenarë 1 shohim një raport të vazhdueshëm në mes të xhiros nga stacionet
TC0 dhe stacionet TC1 . Në simulimet tona payload të dhënave të çdo pakete është
1460 bytes . Kur këto pako janë transmetuar nëpërmjet një WLAN me një normë qasje
prej 1 Mbps , stacionet me një TXOPLimit prej 0.03s janë në gjendje të transmetojë 2
pako pas fitores së një grindje dhe një TXOPLimit prej 0.1s lejon një stacioni për të
transmetuar 7 pako rresht . Në figuren 4-6 raporti i xhiros së stacioneve nga TC0 dhe
TC1 është pothuaj së vazhdimisht në 7 në (a) dhe 3.5 në (b) , të cilat janë edhe raporti
midis akuzave të paketës të TXOPLimit nga TCs të ndryshme . Përsëri pritjet janë
konfirmuar këtu . Vini re se raporti i xhiros në mes të stacioneve nga TC0 dhe TC1
rritet pak në qoftë së një numër i madh i stacioneve është duke pretenduar për medium
WLAN . Kjo ndryshon nga diskutimi i TXOPLimit në seksionin 4.2.1 . Edhe pse
hetimet e kodit nuk tregojnë ndonjë çuditshmëri , për hetim të mëtejshëm në
TXOPLimit dhe zbatimin kërkohet të sigurojë një shpjegim .

Figura 4-7. IEEE 802.11e. Diferencimi përmes TXOPLimit. Lloji skenarë 2 .
TC0: TXOPLimit 0.1s; TC1: TXOPLimit 0.03s
(a) majtas, numri fiks i TC0 stacioneve; (b) djathtas , numri fiks i TC1 stacioneve.

Në skenarë të tipit 2 rezultate të ngjashme janë marrë . Raporti në xhiro vijon
numërimin e paketes në çdo TXOP nga TC0 dhe TC1 .
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4. AIFS
Simulimet e skenarëve llojit 1 kanë dhënë rezultatet e mëposhtme . Shih figurën 4-8 .

Figura 4-8. IEEE 802.11e. Diferencimi përmes AIFS . Lloji skenarë 1 .
(a) majtas , TC0 me AIFS 2 dhe TC15; (b) djathtas , TC0 me AIFS 1 dhe TC1 2

Ngjashëm me diferencimit përmes CWmax , xhiroja totale e TC0 është mjaft konstante
në figuren 4-8 (b) dhe madje rritet me numrin e stacioneve në 4-8 figuren (a) .
Diferencimi me AIFS gjithmonë ka ndikim në stacionet e xhiros së ndryshme TCs .
Dallimi në mes të xhiros të arritura të stacioneve është pak me disa stacione konkurrente
dhe ajo rritet në mënyrë të qëndrueshme me numrin e stacioneve të pretenduar në rrjet .
Gjithashtu shohim se një diferencim i vogël në AIFS tashmë rezulton në një diferencim
të madh në ecurinë e xhiros veçanërisht në një rrjet me një numër të madh të stacioneve
të pretenduar . Ngjashëm me skenarët CWmax, stacionet e TC1 gjithashtu vuajnë nga
uria efekt .

Figura 4-9. IEEE 802.11e. Diferencimi përmes AIFS . Lloji skenarë 2 .
TC0: AIFS 2; TC1: AIFS 5
(a) majtas , numri fiks i TC0 stacioneve ; (b) djathtas , numri fiks i TC1 stacioneve.

Në figurën 4-9 rezultatet e tipit 2 janë shfaqur . Vëzhgimet e njëjta mund të bëhet në
krahasim të tipit skenarë 1 . Raporti i xhiros rritet me numrin e pretenduar stacion në
rrjet . Figura 4-9 (a) tregon se stacionet e prioritet të lartë TC mund të mbajë një xhiro
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mjaft të qëndrueshme pavarësisht nga numri i stacioneve nga klasa e trafikut të ulët
prioritar pavarësisht nga numri i stacioneve nga klasa e trafikut të ulët prioritar .
Raporti i linjave të xhiros si në figurën 4-9 (a) dhe (b) kanë një formë lineare dhe
përputhen me njëri-tjetrin pothuajse saktësisht . Megjithatë , ky nuk është rezultat i
vlerave të zgjedhur AIFS sepse në 4-8 figuren (a) i njëjti kombinim AIFS është
zgjedhur , ndërsa raporti i përgjithshëm nuk ka një vlerë të madhe . Hetimet e
mëtejshme janë të nevojshme për të fituar më shumë njohuri .
5. Diferencimi nëpërmjet dy parametrave
Në mënyrë për të krahasuar efektivitetin e parametrave të 802.11e IEEE , një numër i
simulimeve janë kryer me diferencim në dy parametra . Që kur TXOPLimit parametri
nuk ndikon në transmetimin dhe perplasja e probabilitetit kjo nuk është konsideruar
këtu .
TCs në këto simulimet janë emëruar pas parametrit që është ndryshuar në krahasim me
802.11b p.sh. në figurën 4-10 (a) medium është ndarë nga STAs e TC në CWmin dhe
TC CWmax . Vini re se në këto simulimet , parametrat e ekzaminuara janë caktuar
gjithmonë me një vlerë më të ulët në krahasim me ekuivalentet e tyre 802.11b .
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Figura 4-10. IEEE 802.11e. Diferencimi përmes dy parametrave.. Lloji skenarë 1 .
(a)sipërme , CWmin dhe CWmax; (b)mesëm , AIFS dhe CWmin; (c) poshtë, AIFS dhe
CWmax.

Figura 4-10 (a) tregon rezultatet në qoftë se të dy CWmin dhe CWmax janë aplikuar në
të njëjtin rrjet 802.11e . Në qoftë se ekziston një numër i vogël i STAs aktiv në rrjet ,
një vlerë më të vogël CWmin (15 për një TC dhe 31 për tjetrin) punon në mënyrë më
efikase në krahasim me një vlerë më të ulët CWmax (127-1023) . Marrëdhëniet
reciproke ndërrojn më shumë në favor të CWmax , nëse numri i STAs aktive rritet . Me
një numër të mjaftueshëm të STAs aktive , STAs e TC CWmax marrë një xhiro me të
madhe se STAs e TC CWmin . Kjo konfirmon gjetjet tona që edhe pse diferencimi me
CWmin është gjithmonë i pranishëm , efektiviteti i saj është më pak se CWmax në një
rrjet të dendur .
Në figurën 4-10 (b) efektiviteti i AIFS dhe CWmin është ekzaminuar . Ndërsa STAs e
TC CWmin qartë marrë një pjesë më të madhe të kanaleve të kapacitetit me vetëm pak
STAs aktive, pjesa e STAs e TC AIFS rrit me shpejtësi në një rrjet më të mbushur me
njerëz (me të dendur ) .
Xhiroja totale e STAs e TC AIFS madje rritet me numrin e përgjithshëm të STAs
aktive. Kjo tregon se STAs me një AIFS të ulët janë më të mbrojtur në mënyrë efektive
në një sistem me një numër të madh të pretenduar STAs . Të dyja CWmax dhe AIFS
sigurojnë mbrojtje më efektive me një numër më të madh të pretenduar STAs . Figura
4-10 (c) tregon rezultatet , nëse këto dy parametra janë aplikuar për STAs të ndryshme
në të njëjtin rrjet .
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6. Efikasiteti i mesme
Xhiro totale prej skenarëve të mëparshme janë fituar nga akumulimet e xhiros totale të
TC dhe në krahasim me një rrjet që përmbajnë vetëm stacione 802.11b . Ky i fundit
është studiuar në seksionin 3.1.1 . Vetëm skenarët e llojit 1( parë ) janë konsideruar .
Rezultatet janë shfaqur në figurën 4-11

Figura 4-11. Ndikimi i IEEE 802.11e parametrave për efiçiencën e mesme. (a) sipër majtas,
CWmin; (b)sipër djathtas, CWmax; (c)poshtë majtas,TXOPLimit; (d) poshtë drejtë, AIFS

Në figurën 4-11 (a) gjejmë se vlera e reduktuar CWmin ka një efekt pozitiv mbi
efikasitetin e të mesme, me disa stacione konkurrente . Nëse numri i pretenduar i
stacionet rritet , xhiro totale zvogëlohet dhe bie poshtë vlerave të një rrjeti që përmbajnë
vetëm stacionet 802.11b . Probabiliteti në rritje të perplasjeve padyshim ka më shumë
ndikim në rast të një numri të madh të stacioneve të pretenduar . Një vlerë CWmin e
rritur do të ketë efekt të kundërt .
Efekte të ngjashme mund të vërehet për CWmax . Megjithatë , ndikimi i CWmax vetëm
mund të vërehet në qoftë se ekziston një numër i konsiderueshëm i perplasjeve të tilla
që CWmax mund të arrihet .

4.2.3.1 Përmbledhje
Në këtë seksion ndikimi i parametrave 802.11e TC është ekzaminuar me anë të
analizave të xhiros . Është treguar se vlerat e diferencuara te parametrave rezultojë në
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xhirot e ndryshme në stacione të ndryshme . Ndikimi në diferencim e xhiros është
përmbledhur në tabelën 4-1

Throughput differentiation grade
Rrjeti me një numër të vogël të stacioneve të pretenduar
Të lartë . Efekti është vërejtur qartë dhe vlera më e vogla CWmin ofron
CWmin

korrespodenec TC me një xhiro të lartë krahasuar me TC të ulët .
Raporti i xhiros së TCs të ndryshme është shumë më i lartë se raporti i
vlerës CWmin.
Shumë i ulët . Efekti i vlerave CWmax të ndryshme është me vështirë i

CWmax

pranishëm në këtë rajon .
Low . Ndikimi i vlerave të diferencuara AIFS mund të vërehet .

AIFS

Megjithatë , diferencimi është aq i fortë sa me CWmin dhe stacionet e
ulët TC mund të marrë ende një ndarje të drejtë të kapacitetit të
kanaleve .

TXOPLimit

Medium . Raporti xhiros ndjek pothuajse saktë raportin e
gjatësia TXOPLimit.
Rrjeti me një numër të madh të stacioneve të pretenduar
Medium . Krahasuar me ndikimin e saj në një rrjet me disa stacione të

CWmin

pretenduar , klasa e diferencimit zvogëlohet . Megjithatë , raporti i
xhiros nuk do të ule poshtë raportin e vlerave CWmin . Diferencimi
përmes CWmin gjithmonë do të ketë ndikim .
Të lartë . Klasa e diferencimi rrit me shpejtësi me numrin e stacioneve

CWmax

të pretenduar në rrjet . Stacionet e prioritet më të ulët TC vuajnë nga
"uria" .
Të lartë . Klasa e diferencimi rrit me shpejtësi me numrin e stacioneve

AIFS

të pretenduar në rrjet . Stacionet e prioritet më të ulët TC vuajnë nga
"uria" .
Medium . Raporti xhiros këtu gjithashtu ndjek raportin e

TXOPLimit

vlerave TXOPLimit .

Tabela 4-1. Ndikimi i parametrave 802.11e në diferencim të xhiros.
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Për më tepër ndikimi i këtyre parametrave në kanalet e efikasitetit është hetuar . Kjo
është bërë duke supozuar se dy TCs janë të pranishme në rrjet me nje TC të përbërë nga
stacionet 802.11b ndërsa tjetri ka një prioritet të lartë duke prekur njërin prej katër
parametrave . Ndikimi i këtyre parametrave është treguar në tabelën 4-2 .
Efekti në efikasitetin e kanaleve
Parametrat

Numri i vogël i STAs të

Numër i madh vogël i

pretenduar

STAs të pretenduar

CWmin

Paksa pozitiv

Dukshëm negativ

CWmax

Vështirë të pranishëm

Dukshëm negativ

AIFS

Vështirë të pranishëm

Pozitiv

TXOPLimit

Pozitiv

Pozitiv

Tabela 4-2. Ndikimi i parametrave 802.11e në efikasitetin e kanaleve

4.3 Vlerësimi i performancës së një skenar realist 802.11e
Në seksionin e mëparshëm kemi studiuar funksionalitetin e katër parametrave të
ndryshueshëm të përcaktuara në 802.11e . Në seksionin e mëposhtëm në vlerësojmë
efektivitetin e tyre me një skenar realist .

4.3.1 Modelet
Para analizës së performancës së pari do të paraqesë modele e sistemit dhe trafiku .
Modeli i sistemit
Në këtë pjesë të studimit në e konsiderojmë një operativ të vetme BSS në regjimin
802.11e . Në këtë BSS një numër i stacioneve wireless luftoj për WLAN qasje medium
të radios përbashkët . Ky WLAN operon me një normë qasje prej 11 Mbps , siç mund të
gjenden në WLANs më të dislokuar sot . Kryefaqe të gjata fizike dhe Preambula (shih
seksionin 2.4.2) janë zbatuar , për të siguruar pajtueshmërinë me 802.11b . Në vetëm e
konsiderojnë 802.11e HCF / EDCA në menyren e saj themelore , pasi kemi treguar më
parë se regjim RTS / CTS në normë të lartë WLAN të dhënave nuk është efikas në
krahasim me regjimin themelor të qasjes .
Të katër parametrave të ndryshueshëm të specifikuara në HCF / EDCA , duke përfshirë
AIFS, CWmin, CWmax dhe TXOPLimit janë shfrytëzuar në mënyrë për të arritur
cilësinë e dëshiruar të shërbimit .
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Modeli i trafikut
WLAN konsiderohet se shërben disa lloje të përdoruesit :
•

VoIP

Në këtë lloj të shërbimit pako relativisht të vogla janë dërguar mbi medium WLAN në
një normë fikse pako . Trafiku është si në rrjedhën e sipërme dhe në drejtim të rrymës .
Thirrja mbërrin në bazë të një procesi Poisson dhe kohëzgjatja e tyre është marrë që të
ketë një vlerë determinist .
QoS i këtij lloj shërbimi është i definuar në aspektin e paketes vonuar , vonesë jam
nervoz dhe humbje pako .
•

Video streaming, VoD

Trafiku nga ky lloj i përdoruesve është gjeneruar në drejtim të rrymës . Ajo përmban
pako UDP në normë konstante me një madhësi të caktuar . Konsiderojmë On / Off me
burime të shpërndarë në mënyrë eksponenciale në dhe jashtë kohe . Ngarkesa e trafikut
është shprehur në afat prej numrit mesatar të flukseve aktive , e cila vijon nga numri i
përgjithshëm i burimeve mesatare on time dhe mesataren off time .
Masat QoS për streaming video përfshijnë jam nervoz , vonesë dhe humbja normë të
pakos . Prioritet i këtij lloji i trafikut do të jetë i ndërmjetme që do të thotë më e ulët se
VoIP , por më e lartë se llojet e përpjekjev më të mirë të trafikut .
•

Web browsing, best effort traffic

Të dhënat e trafikut transmetohet në drejtim të rrymës . Sepse trafiku këtu përbëhet prej
rrjedhave TCP , ekzistojnë edhe TCP ACK pako të dërguar në drejtim të rrjedhës së
sipërme . Dosjet mbërrijë në bazë të një procesi Poisson . Dosjet janë segmentuar në
pako të një madhësie të caktuar (me një paketë përfundimtar që përmban pjesën e
mbetur të rrjedhës ) , të cilat janë të përpunuara në shtresën MAC WLAN-së .
Supozojmë për këto stacione që ato përdorin një version të TCP që përfshin njohjen e
vonuar (referojuni seksionit 2) . Web serveri , iniciatori i të dhënave është vendosur në
distancë nga BSS dhe të lidhura me AP nga "internet", shiko grafikun 3-7 .
Ky link "Internet" supozohet të mos ketë asnjë humbje dhe një vonesë në intervalin
kohorë . Ky lloj i trafikut ka përparësinë më të ulët në skenarin tonë . Kërkesa më e
rëndësishme këtu është QoS në aspektin e transferimit t‘kohës file .
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4.3.2 Rezultatet e simulimit
Një numër i rezultateve të simulimit janë paraqitur më poshtë , të cilat janë të fituara me
anë të simulimeve dinamike . Simulimet janë kryer duke përdorur NS-2 2.26 me TKN
zgjatje HCF / EDCA . Këto simulime përfshijnë të gjitha llojet e shërbimeve të
përshkruar më sipër . Parametrat e veçanta të këtyre shërbimeve janë përmbledhur në
tabelën 4-3 .
Voice over IP
Stream type

UDP CBR

Direction

Downstream & upstream

Packet size

200 bytes (IP segment)

Packet rate

50 packets per second per direction

Bit rate

80 Kbits per second per direction

Duration

180 seconds

Arrival process

Poisson

Load variable

Average call arrival rate
Video on Demand

Stream type

UDP CBR

Direction

Downstream

Packet size

1500 bytes (IP segment)

Packet rate

40 packets per second

Bit rate

480 Kbits per second

Arrival process

OnOff sources

On/Off time ratio

4:1

On time distribution type

Exponential

Off time distribution type

Exponential

On time average

300 seconds

Load variable

Total number of source stations
Web Browsing

Stream type

TCP

Direction

Downstream

Packet size

1500 bytes (IP segment)

File size distribution type

Exponential

File size average

120 Kbits
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Arrival process

Poisson

Arrival process

Average file arrival rate

Tabela 4-3. Vlerat e parametrave të shërbimeve
Për secilin shërbim të ndryshueshme të ngarkesës që është dhënë në Tabelën 4-3 .
WLAN është duke funksionuar në një normë hyrëse prej 11 Mbps dhe me bazë në
mënyren e vet të qasjes . Vlerat e rëndësishme të parametrave WLAN , bazuar në
802.11b DSSS PHY , mund të gjenden në tabelën 2-3 .
Për më tepër ngarkesa totale sistemi është definuar si :
Ρ≡

r𝑣𝑜𝑖𝑝+ r𝑣𝑜𝑑 +r𝑤𝑏
r𝑤𝑙𝑎𝑛

,

(33)

Në qoftë se ngarkesa është rritur në një lloj të shërbimeve , ngarkesa totale e sistemit
gjithashtu do të rritet në përputhje me rrethanat . Në çdo simulim të gjitha tri llojet e
shërbimeve janë të pranishëm . Ndërsa ngarkesa totale e sistemit rrit në çdo simulim
vetëm në njërën nga llojet e shërbimeve , shërbimet e tjera kanë një përqindje konstante
të ngarkesës së sistemit . Për këtë arsye , në të gjitha simulimet dy nga tre vlerat janë
konstante . Shuma e trafikut të vazhdueshëm është treguar në tabelën 4-2 . Duke zbatuar
Little’s Law karakteristikat intuitive e VoIP dhe BB mund të shprehet në variablat e
ngarkesës në tabelën 4-3 .
Këto vlera janë të përfshira edhe në tabelën 4-4 .

Services

VoIP

VoD

WB

Parameters

values

average number of concurrent calls

3

average call arrival rate

0.01667 calls per second

average number of streams

2

total number of source stations

10

average download date rate

960 Kbps

WB average file arrival rate

(8 files per second)

Tabela 4-4. Karakteristikat e shërbimit
Qëllimi ynë kryesor është për të përcaktuar nëse 802.11e ofron cilësi të mirë të
shërbimeve për shërbimet timestringent si VoIP dhe VOD . Prandaj shfaqjet e dy
802.11b dhe 802.11e janë krahasuar . Në të gjitha skenarët një maksimum prej 50
përdoruesve është imponuar në sistem .
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4.3.2.1 Simulimet 802.11b , ngarkesa e sistemit është rritur në trafikun
VoIP

Performanca e një WLAN 802.11b është shqyrtuar së pari . Ngarkesa e sistemit total
është rritur me normë e thirrjeve VoIP . Performanca e trafikut VoIP është treguar në
figurën 4-12 .

Figura 4-12. Performanca e VoIP në një rrjet 802.11b ngarkesa e sistemit ρ qe eshte rritur me
trafikun VoIP.

Parametrat e performancës pako vonesë , jam nervoz vonesë dhe humbja pako raporti
janë gjetur për të degraduar me shpejtësi nëse sistemi i ngarkesës është rritur në llojin e
trafikut VoIP . Siç tregohet në tabelën 2-2 , vonesa pako nga një telefonatë fund-te-fund
VoIP nuk duhet të tejkalojë 150ms . Vonesa në WLAN e cila shërben si një lidhje e
qasjes nuk duhet të tejkalojë 40ms për të ofruar një lidhje të arsyeshme . Shfaqjet në
rrjedhën e sipërme janë brenda këtyre kufijve . Megjithatë , performanca në drejtim të
rrymës nuk i plotësojnë këto kërkesa tashmë në një ngarkesë të sistemit të ulëta si 0,21 .
Performanca në drejtimin e shkarkimit është më e keqe se në drejtim të rrjedhës së
sipërme . Kjo është për shkak se rrjedha shkarko është me origjinë nga AP .
4.3.2.2 Simulimet 802.11e
Skenari i njëjtë është aplikuar për një WLAN 802.11e me parametra të ndryshme TC .
Për shkak të kërkesave të rrepta vonese për VoIP dhe trafik VoD , intervali kohor midis
transmetimet të paketës duhet të jetë me gjatësi të kufizuar . Kjo mund të arrihet duke
caktuar CWmin dhe vlerat CWmax me parametrat TC të këtyre shërbimeve . Për shkak
se VoIP është prioritet me i lartë se VOD , zgjedhim të dyja CWmin dhe CWmax për

88

VoIP të jetë më i vogël se sa për VOD . Këto vlera janë shumë më të ulëta sesa vlerat e
parametrave 802.11b . Në trafikun WB tonë skenari ka përparësinë më të ulët CWmin
saj dhe CWmax janë caktuar të njëjtat vlera si gjenden në një rrjet 802.11b . Në
seksionin 4.2 është treguar se vlerat e diferencuara AIFS kanë një ndikim pozitiv në
kanalet e efikasitetit , prandaj vlerat AIFS janë gjithashtu të ndryshme për këto tri lloje
të shërbimeve . Sipas prioritet të tyre , AIFS e WB ka një vlerë më të madhe sesa VoD e
cila nga ana e saj është më e madhe se VoIP . Parametrat që rezultojnë TC për tre
shërbimet janë treguar në tabelën 4-5 .
TC0

TC1

TC2

Traffic

VoIP Up

VoD

WB

CWmin

7

15

31

CWmax

63

255

1023

AIFSN

2

3

4

Tabela 4-5. WLAN 802.11e vlerat e parametrave TC për tre shërbime

Vini re së AIFSTC = SIFS + AIFSNTC * tTimeSlot shih seksionin 2.4.3.
Figura 4-13 tregon performancën e VoIP në rrjetin e tillë 802.11e dhe rrjetit të
mëparshëm 802.11b nëse ngarkesa totale të sistemit është rritur me numrin e thirrjeve të
ardhurve VoIP .

Figura 4-13. Performanca VoIP në një 802.11b (majtas) dhe një 802.11e (djathtas)

Duke aplikuar diferencimin e trafikut me 802.11e , performanca e trafikut me prioritet
të lartë VoIP përmirëson .
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Në seksionin 4.3.2.1 ajo është treguar se në drejtim të rrymës të trafiku VoIP është më e
ndjeshme në qoftë se sistemi po i afrohet ngopjes . Figura 4-13 tregon se trafiku në
drejtim të rrymës është ende një ngushtim në qoftë se ne kemi vetëm një për të dy TC
trafikun në rrjedhën e sipërme dhe të poshtme VoIP . Për këtë arsye, një TC e veçantë
është përcaktuar më pas për trafikun VoIP në drejtim të rrymës për të siguruar atë një
prioritet të lartë . Kjo është bërë duke aplikuar një kohëzgjatje TXOPLimit në të cilën
një numër i paketave VoIP mund të transmetohet . Përparësia tjetër e aplikimit
TXOPLimit është ndikimi i tij pozitiv në kanalet e efikasitetit . Duke marrë parasysh
këto faktorë , parametri në vijim është vendosur në tabelën 4-6 është aplikuar në WLAN
të ripërtërirë 802.11e , në të cilën TC0 ka prioritet më të lartë dhe më të ulët TC3 .
TC0

TC1

TC2

TC3

Trafiku

VoIP Down

VoIP Up

VoD

WB

CWmin

7

7

15

31

CWmax

63

63

255

1023

AIFS

0.009s

0.003s

0

0

TXOPLimit

2

2

3

4

Tabela 4-6. WLAN 802.11e vlerat e parametrave TC, me një shtesë për TC rrymën e
trafikut VoIP
Figura 4-14 tregon performancën e rrjetit VoIP 802.11e dhe pa TC të veçantë për
rrjedhën e sipërme dhe të poshtme trafikut VoIP . Ngarkesat totale e sistemit është rritur
me numrin e thirrjeve VoIP të ardhurve .

Figura 4-14. Performanca e VoIP në një rrjet 802.11e. Me (djathtas) dhe pa (majtas)
një TC të veçantë në drejtim të rrymës për trafikun VoIP

Edhe pse vonesa dhe jam nervoz vonesa e paketave në drejtim të rrjedhës së sipërme
bëhet pak më e madhe ata janë ende brenda pragut të kërkuar . Përveç kësaj ,
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performanca e paketave në drejtim shkarkim është përmirësuar në mënyrë të
konsiderueshme . Edhe në një ngarkesë prej 0.5 të sistemit të gjitha masat e
performancës janë ende brenda pragut të kërkuar .
Kjo është për shkak të intervalit të besueshmërisë të madhe me këto simulime . Nëse
premton koha e riprodhimi më shumë PLR do të rritet me ngarkesën e sistemit .
Duke aplikuar vlerat e dhëna TXOPLimit me rrjedhat VoIP një numër shumë më i
vogël i grindjeve janë të nevojshme për të transmetuar të njëjtën sasi të paketave dhe për
këtë arsye të dhënat në krahasim me skenarin 802.11b në të cilin secila pako VoIP do të
luftoj për qasje të mesëm . Për shkak të numrit të vogël të pretendimeve të nevojshme ,
kokë e shtuar nga MAC WLAN / PHY është edhe më i vogël dhe për këtë arsye sistemi
është në gjendje për të kryer një numër shumë më të madh të thirrjet VoIP . Për më
tepër performanca e VoIP është shqyrtuar duke rritur ngarkesën e sistemit me dy
shërbime të tjera . Figura 4-15 tregon raportin e humbjes pakos VoIP në këto skenare .
Arsyeja për tu shfaqur vetëm në drejtim të rrymës raportin e humbjes pakos është për
shkak se ajo është masa më kritik e performancës në rezultatet e simulimit të treguara në
figurën 4-12 dhe në figurën 4-14 .

Figura 4-15. Performanca e VoIP në një rrjet 802.11e, ngarkesa e sistemit është rritur
me shërbime të ndryshme

Një ndikim i vogël i TC të prioritetit të ulët në performancën e VoIP është vërejtur .
VoD TC ka një ndikim pak më të madhe në ecurinë e VoIP se WB .
Kjo është për shkak të faktit se vlerat TC e parametrave të VoD janë shumë më afër
vlerave TC të parametrave VoIP . Krahasuar me WB TC , vlera më e vogël e CWmax
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në VoD TC gjithashtu ka një ndikim negativ në efikasitetin e mesme , e cila rezulton në
më pak bandwidth në dispozicion për shërbimet .
Performancat e VOD dhe WB janë ekzaminuar edhe në rrjetin 802.11e ndërsa rritja e
ngarkesën totale të sistemit në të veçmas tre TC .
Figura 4-16 tregon raportin e përftuar të humbjes së pakos për VoD TC nëse ngarkesa e
sistemit është rritur veçmas në të gjitha tre TC .

Figura 4-16. Raporti i humbjes pakos VOD duke rritur ngarkesën në sistem me shërbime të
ndryshme

Figura 4-16 tregon se performanca e ul shpejtësin VOD nëse sistemi i ngarkesës është
rritur me dy TC të larta . Megjithatë , në qoftë se vetëm trafiku më WB është shtuar në
rrjet , performanca nga rrjedhat VOD të pranishëm nuk do të vuajnë nga ajo .
Kjo përsëri tregon se 802.11e është në gjendje të mbrojë prioritet më të lartë TCs .
Një vëzhgim interesant është se rritja e ngarkesës me VoIP ka ndikim të vogël në
performancën VoD në rajon të ngarkesës shumë të ulët, deri në një peshë prej 0,22 . Një
shpjegim i mundshëm është aplikimi i TXOPLimit për VoIP TC . Ajo rrit kapacitetin e
kanaleve efektiv . Kjo ka një ndikim pozitiv në ecurinë e sistemit të përgjithshëm . Edhe
pse rritja e ngarkesës me TC të lartë do të degradoj performancën e VoD , efekti
përshkruara më parë është më dominues në rajon të ulët të ngarkeses .
Koha e transferimit të file-ve (Download Page time) e trafikut WB është treguar në
figurën 4-17 .
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Figura 4-17. Koha e transferimit të file-ve prej WB-së, duke rritur ngarkesën e sistemit me
shërbime të ndryshme

Rritja e ngarkesës me rezultatet e trafikut VoIP përsëri në klasën e performancës së
paku deri në rajon ngarkesës shumë të ulët . Megjithatë , Download Page Time rritet me
shpejtësi nëse trafiku më VoIP është i pranishëm i tillë që ngarkesa totale e sistemit
është mbi 0.23 . Çuditërisht , performanca e WB nuk e bën në mënyrë të
konsiderueshme më shumë vuajnë nga rritja e ngarkesës me trafikun VoD krahasuar
me trafikun WB.
4.3.3 Përmbledhje

Në këtë seksion performanca e një rrjeti me lloje të ndryshme të shërbimeve shqyrtohen,
përfshirë Voice over IP , Video on Demand dhe Web Browsing . Kjo është bërë si në
një rrjet 802.11b dhe një rrjet 802.11e .
Për shkak të madhësisë së vogël të paketave të VoIP ulet performanca e sistemit me
shpejtësi nëse më shumë VoIP thirrjet janë bërë njëkohësisht . Rrjeti 802.11b është
vetëm në gjendje të plotësojnë kërkesat strikte me një numër shumë të vogël të thirrjeve
VoIP në harmoni . Duke aplikuar prioritet e trafikut dhe TXOPLimit në rrjetin 802.11e
ky problem mund të zgjidhet . WLAN 802.11e me grup të caktuar të parametrave
802.11e është në gjendje të sigurojë cilësi të mjaftueshme për thirrjet VoIP , nëse
ngarkesa është rritur në këtë lloj të trafikut . Për më tepër, cilësia e shërbimit të VoIP
nuk do të vuajnë nga një tjetër ngarkesë rrisin lloje të shërbimit .
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Aplikimi i TXOPLimit në VoIP TCs ka një ndikim pozitiv në ecurinë e sistemit të
përgjithshëm , nëse ngarkesa totale e sistemit është e ulët . Rritja e ngarkesës në VoIP
në atë rajon ka pak ndikim negativ mbi performancat e shërbimeve të tjera se rritja e
ngarkesës në këto shërbime . Megjithatë , në qoftë se ngarkesa është e lartë , VoIP TCs
me prioritet më të lartë do të blejë një sasi të madhe të kapacitetit të mesëm . Rezultati
është se cilësia e shërbimeve të tjera do të degradohet me shpejtësi në këtë rajon .

4.4 Përfundimi
Pjesa e parë e këtij seksioni heton ndikimin e parametrave 802.11e CWmin , CWmax ,
AIFS dhe TXOPLimit me anë të analizave të xhiros . Për më tepër , ndikimi i tyre në
kanalet e efikasitetit është ekzaminuar . Rezultatet e këtyre hetimeve mund të gjenden
në tabelën 4-1 dhe tabelën 4-2 . Duke i kombinuar këto rezultate , funksionet e këtyre
parametrave mund të përmblidhet në tabelën 4-7.
Qëllimi
Parametrat

Protect higher

Prevent starvation for

Increase Channel

priority TC

lower priority class

efficiency

CWmin

-

0

-

CWmax

++

--

++

0

0

--

++

--

+

AIFS
TXOPLimit

Tabela 4-7. Funksionet e parametrave 802.11e
-- Efekti shumë të paefektshëm / të lartë negativ; - Efekti i paefektshëm / negative;
o ndërmjetme; + efektive / efekti pozitiv; + + shumë efektive / të lartë efekti pozitiv;

Performanca e një WLAN 802.11e është shqyrtuar me tre llojeve të shërbimeve , dmth
Voice over IP, Video on Demand dhe web browsing . Duke aplikuar një grup të caktuar
të vlerave të parametrave 802.11e , performanca e shërbimeve VoIP e cila ka kërkesa të
rrepta është përmirësuar në masë të madhe në krahasim me një rrjet 802.11b . Përveç
kësaj , ajo është treguar se TCs me grupe të parametrave të ndryshme janë në gjendje të
japin diferencime të shërbimit , TCs si prioritet më të lartë nuk janë të ndjeshëm në
rritjen e ngarkesës në shërbime të ulëta TC .
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5.Vërejtjet përmbyllëse
Në këtë hulumtim performanca e IEEE 802.11 WLAN është studiuar . Performanca e
TCP , me respekt për të parashtruar kohën në transferim , shumë IEEE 802.11b është
ekzaminuar . Përveç kësaj IEEE 802.11e, standardet e ardhshme WLAN me QoS
zgjerime po hetohen . Gjetjet në të dy pjesët e hulumtimit janë përmbledhur më poshtë .

5.1Koha e transferimit te file me TCP mbi IEEE 802.11b WLAN
•

Simulimi me flukset e madhësisë TCP të pakufizuar jep rezultate të pasakta drejt
drejtësisë . Në rrjetet realiste flukset TCP janë të një madhësie të fundme . Në
këto raste , kapaciteti i mesëm është i shpërndarë në mënyrë të drejtë në mesin e
flukseve .

•

Dy modele janë ekzaminuar për të të parashikuar kohën e transferit të file-ve : të
Modeli e zakonshëm Sharing Processor (PS) me një kapacitet të integruar dhe
një nivel fikse pako / rrjedha e propozuar nga Lassila et al ([Lassila]) . Ato japin
parashikime të sakta për skedarët të madhësive të mëdha . Megjithatë ,
parashikimet e të dy modeleve në përgjithësi janë shumë optimiste . Kemi
treguar se në nivelin e fluksit të transferimit të file-ve me TCP mbi WLAN sillet
njësoj TCP mbi një lidhje fikse në qoftë se marrë kapacitetin e lidhjes fikse si
xhiros efektive e WLAN qasje në një normë të caktuar .

•

Modelet më të mira TCP duhet të jenë në gjendje për të siguruar parashikime më
të sakta në kohën e transferimit të skedarve (file-ve) . Perpunimet të tjera
përfshijnë hetimin e kursit të arritshëm të flukseve të vogla TCP si edhe një
hulumtim më i hollësishëm i ndikimit të fillimi të ngadaltë në xhiro TCP .

5.2 IEEE 802.11e WLAN
•

Duke diferencuar vlerat në parametrat IEEE 802.11e CWmin , CWmax , AIFS
dhe TXOPLimit , flukset mund të marrin prioritete të ndryshme mbi medium
WLAN .

•

Prioritet të lartë mund të caktohet në një rrjedhë duke ulur CWmin , CWmax dhe
vlerat AIFS dhe duke caktuar një TXOPLimit të madhe . Reduktohen CWmin
dhe vlerat CWmax të ketë ndikim negativ në efikasitetin e përgjithshëm të
95

kanaleve derisa një TXOPLimit pozitivisht ndikon në kanalet e efikasitetit . Ky i
fundit është gjithashtu shumë efikase për të përmirësuar kanalet e efikasitetit në
rrjete ku flukset përbëhen nga disa pako të vogla . Megjithatë , TXOPLimit
gjithashtu prezanton vonesën më shumë në lidhje me transmetimin e paketes dhe
kjo duhet të merret në konsideratë aplikimin IEEE 802.11e të parametrat e
rrjetit.
•

Duke shfrytëzuar vlerat e diferencuara të parametrave 802.11e , klasat e larta të
trafikut prioritar në mënyrë efektive mund të mbrohen në një rrjet të ngopur . Në
të njëjtën kohë klasat e ulëta të qarkullimit rrugor me prioritet mund të vuajnë
nga efektet e uries veçanërisht në qoftë se trafiku i prioritizuar është dhënë nga
diferencimi nëpërmjet CWmax dhe AIFS .

•

Në regjimin e infrastrukturës WLAN , pika e qasjes në përgjithësi ka një sasi të
madhe të trafikut të transmetojë se stacionet tjera . Prandaj AP është shpesh
pengesë në transmetimin e të dhënave në një WLAN . Performanca mund të
përmirësohet nëse flukset e rrymës së shërbimeve të njëjtit lloj janë caktuar një
prioritet më i lartë se sa në drejtim të rrjedhës së sipërme .

•

Kërkime të mëtejshme duhet të përfshijë hetimin më të detajuar të ndikimit të
katër parametrave për shfaqjet e nivelit të paketës të sistemit , në mënyrë që të
caktojë vlerat më të sakta te parametrave në bazë të rrjetit dhe kërkesave të
shërbimit . Për më tepër , është gjithashtu e vlefshëm për të shqyrtuar mënyrën
shtesë të përcaktuar në IEEE 802.11e : HCF / AKKSH dhe krahasoni
performancën e saj me HCF / EDCA .
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Përmbledhje
Në këtë punim diskutohet rreth cilsis së sherbimeve në rrjetet pa tel në zonat lokale .
Në fillim janë të dhena lista e figurave , lista e tabelave dhe shkurtesat e fjaleve .
Ky punim është ndarë në gjashtë ( 6 ) kapituj kryesor , i cili përfshinë : Hyrjen ,
kualitetin e kontrollit te sherbimeve , koha e transferit të file-vë TCP mbi IEEE 802.11b
WLAN , simulimin e rrjetit WLAN 802.11e , rezultatet perfundimtare , referencat .
Në kapitullin e parë do të diskutohet krysisht per hyrjen , do të bejm deklarimin e
problemit , do te caktojm objektivat .
Në kapitullin e dytë do të diskutohet me gjersishte për kualitetin e cilësis së sherbimeve
, cilesin e sherbimeve në rrjetet e zonave lokale pa tela , protokollet e transportit UDP
dhe TCP , User Datagram Protocol (UDP) , Transmission Control Protocol (TCP) ,
IEEE 802.11 rrjetet e zonave lokale pa tela , IEEE 802.11standartet , versionin e viteve
1999 , IEEE 802.11 a , IEEE 802.11e , Stimulatoret e rrjetit 2 (NS-2) , IEEE 802.11 in
NS-2 gjithashtu edhe për grupet tjera të punes së IEEE 802.11 .
Në kapitullin e tretë do të diskutohet në detaje për kohen e transferit të file-vë TCP mbi
IEEE 802.11b WLAN, si UDP mbi WLAN ( menyren e qasjes themelore , RTS/CTS
mode , përmbledhje ) , kohën e transferimit të fajllave me TCP mbi WLAN ( një paketë
/ rrjedhë modeli i nivelit qasje , TCP studimet e nivelit të pakos , rezultatet numerike në
rrjedhën e modelit të integruar të zakonshëm PS , transferimi i file TCP mbi WLAN ,
rishikimi i nivelit të pakove , niveli i rafinuar i rrjedhes TCP ne modelin e integruar ) .
Në kapitullin e katërt do të flasim për simulimin e rrjetit WLAN 802.11e , zgjerime e
NS-2 , shetitjen nëpër kode , rastet e veprimit të thjeshtuar , hetimi i ndikimit të
parametrave në IEEE 802.11e , diskutimi i parametrave IEEE 802.11e , përshkrimi i
skenarit , rezultatet e stimulimit , vlerësimi i performancës së një skenar realist 802.11e ,
modelet etj .
Në kapitullin e pestë janë perfshier rezultatet perfundimtare në pak fjali .
Në kapitullin e gjashtë janë referencat në të cilat kam gjetur matrial lidhur me temen .
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