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Internet merupakan sebuah jaringan yang mampu mengkoneksikan antar 
subsistem jaringan menjadi satu jaringan super besar yang dapat saling terhubung 
(online) seluruh dunia. Bahkan teknologi internet mampu mengkonvergensikan 
data, informasi, audio, dan visual yang dapat berpengaruh pada kehidupan 
manusia. Cybercrimes, tindak kejahatan dalam bidang teknologi informasi, 
semakin berkembang seiring dengan perkembangan teknologi, khususnya internet. 
Penelitian ini bertujuan untuk mengetahui model putusan pengadilan tentang 
tindak kejahatan illegal content, khususnya yang melanggar Pasal 27 Ayat (3) 
Undang-Undang No. 11 Tahun 2008 tentang Informasi dan Transaksi Elektronik 
(UU ITE) di Indonesia, dan menelaah bentuk tindak kejahatan dalam bidang 
teknologi informasi di Indonesia berdasarkan Undang-Undang No. 11 Tahun 2008 
tentang Informasi dan Transaksi Elektronik (UU ITE) secara hermeneutik.  
Metode penelitian yang digunakan bersifat kualitatif, dengan pendekatan 
yuridis-normatif dan socio-legal. Teknik pengumpulan data menggunakan 
wawancara mendalam dan observasi, dengan narasumber meliputi informan kunci 
dan informan. Selanjutnya, teknik analisis data menggunakan proses analisis data 
secara interaktif. 
Putusan Pengadilan tentang illegal Content, khususnya yang melanggar 
Pasal 27 ayat (3) UU ITE, yang memuat penghinaan/pencemaran nama baik, 
antara lain Putusan Mahkamah Agung (MA) No. 822 K/Pid.Sus/2010; Putusan 
Pengadilan Negeri Kendal No. 232/Pid.B/2010/PN.Kdl; Putusan MA No. 2526 
K/Pid.Sus/2012; dan Putusan Pengadilan Tinggi Banten No. 
151/PID/2012/PT.BTN, dapat disimpulkan bahwa jika salah satu dari unsur 
“orang”, “dengan sengaja dan tanpa hak”, “mendistribusikan dan/atau 
mentransmisikan dan/atau membuat dapat diaksesnya”, dan “Informasi Elektronik 
dan/atau Dokumen Elektronik yang memiliki muatan penghinaan dan/atau 
pencemaran nama baik” tidak terpenuhi, maka majelis hakim memutuskan 
terdakwa bebas dari segala dakwaan (tidak bersalah), sedangkan jika keseluruhan 
unsur tersebut terpenuhi, maka terdakwa dinyatakan bersalah. Bentuk-bentuk 
tindak kejahatan dalam bidang teknologi informasi yang diatur dalam UU ITE, 
antara lain: aktivitas ilegal (distribusi/penyebaran, transmisi, dapat diaksesnya 
konten ilegal tentang: kesusilaan, perjudian, penghinaan/pencemaran nama baik, 
pemerasan/pengancaman, berita bohong yang menyesatkan dan merugikan 
konsumen, menimbulkan rasa kebencian berdasarkan SARA, mengirimkan 
informasi yang berisi ancaman kekerasan/menakut-nakuti yang ditujukan secara 
pribadi; akses ilegal, intersepsi ilegal terhadap informasi atau Dokumen 
Elektronik dan/atau Sistem Elektronik), data interference dan system interference, 
tindak kejahatan memfasilitasi perbuatan yang dilarang (misuse of device), 
pemalsuan informasi/dokumen elektronik, dan tindak kejahatan tambahan.  
 





Internet is a network capable of connecting between network subsystems 
into one super large network that can connect to each other (online) around the 
world. Even the internet technology capable of convergencing the data, 
information, audio, and visual that might affect human life. Cybercrimes, crime in 
the field of information technology, growing along with the development of 
technology, especially the Internet. This study aims to find out which models a 
court decision to set up the crime of illegal content, particularly in violation of 
Article 27 verse (3) of Statute No. 11 Year 2008 about Information and Electronic 
Transactions (UU ITE) in Indonesia, and analyze any form of crime in the field of 
information technology in Indonesia based on Statute No. 11 Year 2008 on 
Information and Electronic Transactions (UU ITE) hermeneutically. 
Reseach method used is qualitative, with juridical-normative and socio-
legal approach. Data collection techniques use in-depth interviews and 
observations, with key informant and informant. Furthermore, data analysis 
techniques use interactive data analysis process. 
Court Decision on Illegal Content, particularly in violation of Article 27 
verse (3) of the UU ITE, which contains humiliation/defamation, i.e. Decision of 
the Supreme Court No. 822 K/Pid.Sus/2010; Kendal District Court No. 
232/Pid.B/2010/PN.Kdl; Supreme Court decision No. 2526 K/Pid.Sus/2012; and 
Banten High Court Decision No. 151/PID/2012/PT.BTN, it can be concluded that 
if one of the elements of the “people”, “intentionally and without right”, 
“distribute and/or transmit and/or accessible”, and “Electronic Information 
and/or Electronic Documents which have content of humiliation and/or 
defamation” were not fulfilled, then the judges decide the defendant was free of 
all charges (not guilty), whereas if the whole elements are fulfilled, then the 
defendant was convicted (guilty). The forms of crime in the field of information 
technology set in the UU ITE, i.e. illegal activities (distribution/dissemination, 
transmission, accessibility of illegal content about: decency, gambling, 
humiliation/defamation, blackmail/threats, hoax misleading and detrimental to 
consumers, creates a feeling of hatred based on tribe, religion, racial, and class, 
send information contains threats of violence/scare addressed personally; illegal 
access, illegal interception of the information or electronic documents and/or 
Electronic Systems), the data interference and system interference, misuse of the 
device, falsification of information/electronic documents, and additional crimes. 
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