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ABSTRAK
Meningkainya kejahatan yang berkaitan dengan teknologi menimbulkan adanya
kebutuhan sistem yang dapat membantu menangani kejahatan khususnya yang
memanfaatkan teknotogi da/am hat ini teknologi komputer. Sistem dokumentasi hasi!
analisis uji forensik komputer membantu penyidik pada saat menyidangkan kasus
kejahatan yang terkait dengan teknologi komputer. Tulisan ini menjelaskan
pengembangan sistem dokumentasi lorensik dinamakan SAFFA (Sistem Architecture For
Forensic Analysis) yang disediakan dalam tiga bahasa yaitu Indonesia, Inggris, dan
Jerman, serta diadaptasi agar dapat berjalan di berbagai sistem operasi. Sistem ini
memfokuskan untuk analisis server dan komputer desktop. Sistem dapat memasukkan
data hasil forensik dan menyimpannya da/am suatu basis data dengan struktur yang
sesuai dengan standar dokumentasi data forensik.
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PENDAHULUAN
Kemajuan teknologi Informasi
ternyata tidak saja memberikan dampak
positif tetapi juga sudah dimanfaatkan
untuk melakukan kejahatan. Seperti
beberapa kejadian pada beberapa tahun
terakhir ini, peningkatan jumlah kejadian
kejahatan cyber tumbuh seiring dengan
kecepatan berkembangnya teknologi.
Kejahatan cyber dapat didefinisikan
sebagai kejahatan yang berhubungan
dengan teknologi, komputer, dan internet
(Techtv,2001).. Selanjutnya kejahatan
cyber dapat pula disebut kejahatan
komputer. Kerumitan dalam memberikan
keputusan kejahatan komputer ini bisa
memakan waktu berbulan-bulan atau
bahkan bertahun-tahun bagi pengadilan
untuk memutuskannya.
IImu forensik merupakan aplikasi
ilmu dengan jangkauan yang luas, untuk
menjawab pertanyaan yang berkaitan
dengan sistem legal, bisa berkaitan
dengan kejahatan atau dengan aksi sipil
(Anonim). Definisi forensik komputer
menurut Noblett adalah ilmu forensik
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untuk mengambil, menjaga, mengem-
balikan, dan menyajikan data yang telah
diproses secara elektronik dan disimpan di
media komputer (Anonim). Prioritas foren-
sik komputer adalah untuk pemulihan dan
analisis data. Tujuan forensik komputer
adalah untuk mengamankan dan meng-
analisis bukti digital.
Dalam menindaklanjuti kasus ke-
jahatan dengan komputer selain terdapat
permasalahan dalam mengumpulkan dan
menyajikan bukti-bukti yang diperlukan
penyidik untuk memproses kasus keja-
hatan komputer, terdapat juga perma-
salahan lain yaitu dokumentasi hasil uji
forensik komputer. Hal-hal yang didoku-
mentasikan biasanya adalah manajemen
bukti, segala hal yang berhubungan deng-
an kejahatan terkait termasuk pelaku,
bagaimana, dan waktu kejadian. Tentu
saja dengan demikian data yang ditangani
dalam dokumentasi hasil uji forensik
merupakan data yang besar dan
kompleks.
Tulisan 1m membahas tentang
proses dokumentasi data hasil analisis





