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ABSTRAKT

Në mënyrë që të kryhet komunikimi, të dhënat duhet të transmetohen nga burimi tek
destinacioni.

Ruteri(Router) është një pajisje që mundëson që paketat e të dhenave të

transmetohen nga një rrjetë tek tjetra ose nga një nyje tek një rrjetë tjetër. Për një ruter që të
punojë në mënyrë të rregullt duhet që ti implementojë disa protokole që njihen si Routing
Protocols.
Routing Protocols janë duke marrë një rol shumë të rëndësishëm në rrjetat moderne të
komunikimit. Një Routing Protocol është një protokol që është përgjegjës që të përcaktojë se si
ruterët komunikojnë me njëri tjetrin si dhe si bëhet bartja e paketave në një rrugë optimale nga
burimi tek destinacioni.
Mes Routing Protocols bëjnë pjesë edhe Open Shortest Path First(OSPF) si dhe
Enhanced Interior Gateway Routing Protocol (EIGRP) që janë protokolet e larta.
EIGRP është një Distance Vector protokol që është pronë e CISCO-s , si dhe bazohet
në Diffusing Update Algorithm(DUAL). Në anën tjetër OSPF është një Link State Interior
Gateway protokol që bazohet në Dijkstra Algoritmin. Në kontekst të performances të Routing
Protokoleve, të dytë kanë arkitekturë të ndryshme, përshtatshmëri të ndryshme , vonesa të
ndryshme në zgjedhjen e rrugëve si dhe konvergjencë të ndryshme.
Kjo temë do të bazohet në krahasimet mes këtyre dy protokoleve, analizat e
performances për këta dy protokole , vonesat etj.
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1 HYRJE
1.1 Hyrje
Në kohët moderne, komunikimet nëpërmjet rrjetave kompjuterike janë duke u rritur
çdo ditë e më shumë. Teknologjia e komunikimit ua lehtëson punën përdoruesve duke ofruar
shërbime të lehta për përdorim siç janë: transferimi i fajlleve, printimi i përbashkët(print
sharing), video streaming si dhe konferencat real-time(real-time conferencing). Interneti është
një sistem global i rrjetave kompjuterike të ndërlidhura. Rrjetat kompjuterike bazohen në një
teknologji e cila siguron infrastrukturën teknike, ku protokolet e rrugëtimit(Routing Protocols)
përdoren për të transmetuar paketa nëpër internet.
Protokolet e rrugëtimit(Routing Protocols) specifikojnë se si ruterët komunikojnë me
njëri tjetrin. Fillimisht ruteri ka njohuri rreth rrjetave fqinje të cilat mund ta ndihmojnë në
zgjedhjen e rrugëve më të shkurtra. I kemi 3 lloje të ndryshme të protokoleve të rrugëtimit
(Routing Protocols):
1.Link State Routing Protocols – ku bëjnë pjesë IS-IS dhe OSPF.
2.Distance Vector Protocols – ku bëjnë pjesë RIP, IGRP dhe EIGRP.
3.Exterior Gateway Routing – ku bënë pjesë BGP v4 Routing Protocol.
Performanca e çdo protokoli të rrugëtimit është e ndryshme nga njëra tjetra. Mes të
gjithë protokoleve ne kemi zgjedhur OSPF(Open Shortest Path First) dhe EIGRP(Enhanced
Interior Gateway Routing Protocol) për ta vlerësuar se cili është më i përshtatshëm për përdorim.
EIGRP është një Distance Vector Protocol, i cili bazohet në algoritmin DUAL(Diffusing Update
Algorithm) që të llogarisë rrugën më të mirë. Në anën tjetër OSPF është një Link State Routing
Protocol i fuqishëm, i cili përdoret për të shpërndarë informatat mbi rrugët më të mira brenda
sistemeve autonome duke u bazuar në kosto(OSPF Cost).
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1.2 Motivimi
Rrjetat e ndryshme kanë kërkesa të ndryshme për një Routing Protocol. Kërkesat më të
rëndësishme janë: konvergjenca e shpejtë, vonesat sa më të shkurtra end-to-end, si dhe aftësia që
të rikuperohet shpejtë nga emergjencat e ndryshme që mund të paraqiten.
Motivimi për këtë temë ka ardhur nga fakti që të kemi përformancë më të mirë në rast se
dëshirojmë që të zgjedhim një protokol të rrugëtimit(Routing Protocol) për një rrjetë të caktuar.
Në rastet kur matet performanca e një protokoli të rrugëtimit koha e konvergjencës luan rol të
madh.
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2 SHQYRTIMI I LITERATURËS
2.1 Rutimi
2.1.1 IP Rutimi
IP Rutimi është procesi i bartjes së paketave nga një rrjetë në tjetrën nëpërmjet ruterave.
Procesi i IP rutimit është i rëndësishëm për ta kuptuar sepse përfshinë çdo ruter dhe çdo pajisje
që përdorë IP adresa. IP rutimi bën përcjelljen e paketave nga një nyje në tjetrën në një rrjetë. IP
rutimi gjithashtu përdoret që të llogarisë rrugën që të dhënat duhet të ndjekin nga një nyje në
tjetrën në atë rrjetë. Të dhënat barten në formë të paketave. Paketat bartin të dhëna me
informacionet e adresës së burimit dhe destinacionit. IP rutimi i mundëson ruterit të ndërtojë
tabelën e përcjelljes e quajtur ndryshe edhe tabela e rutimit që të përcaktojë lëvizjen e rradhës që
e bën paketa në mënyrë që të mbërrijë në destinacion.
Tabela e rutimit përmbanë:
1. Destinacionin e rrjetës si dhe subnet maskën e rrjetës.
2. IP adresën e ruterit që përdoret për tu lidhur me atë rrjetë.
3. Interfejsi në të cilin paketa duhet të shkojë për të mbërritur në destinacion.
Janë 3 metoda për ta mbushur një tabelë të rutimit :
•

Subnet-a të lidhur drejtpërdrejt.

•

Përdorimi i rutimit statik.

•

Përdorimi i rutimit dinamik.
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Pic. 1.0 IP Header

Në mënyrë që ruteri të jetë në gjendje ti gjejë të gjitha nyjet në një rrjetë, si dhe rrugën
më të mirë për të arritur tek ajo nyje , përdoren protokolet e rrugëtimit(Routing Protocols).
Gjithashtu protokolet e rrugëtimit përdoren edhe për tu siguruar se të gjithë ruterët në një rrjetë e
posedojnë të njejtën tabelë të rutimit. Në përgjithësi, një protokol i rrugëtimit përcakton rrugën
më të mirë për një ruter që të bëjë dërgimin e paketave tek një rrjetë tjetër. Disa lloje të
protokoleve të rrugëtimit janë : Routing Information Protocol (RIP) , Enhanced Interior Gateway
Protocol (EIGRP) , Open Shortest Path First(OSPF).
Pasi të ndërtohet tabela e rutimit dhe të gjithë ruterët i kanë të gjitha informacionet për
tu lidhur me të gjitha nyjet në rrjetë , paketat e të dhënave mund të dërgohen tek nyja e caktuar
duke i përdour Routed Protocols. Routed Protocols janë protokole përmes të cilëve të dhënat mund të
transferohen. Një lloj i Routed Protocol është IP.
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2.1.2 Bazat e Rutimit
Për një ruter që të jetë në gjendje të përcjellë paketat nga burimi në destinacion, një
ruter duhet të ketë këtë këto informacione:

• Adresën e destinacionit
• Ruterat fqinjë, prej të cilëve mëson rreth rrjetave autonome
• Rrugët e mundshme deri tek të gjitha rrjetat autonome
• Rrugën më të mirë deri tek secili rrjet autonom
• Si të mirëmbajë informatat e rutimit
Ruteri duhet ta ketë një tabelë të rutimit e cila është si një lloj harte për ndërlidhjen e
të gjitha nyjave në një rrjetë dhe e cila përmbanë detaje se cilën rrugë duhet ta ndjekë ruteri për
të arritur deri tek secila nyje. Kjo tabelë ndërtohet në bazë të informacioneve qe ndahen ndërmjet
nyjave në një rrjetë që është e konfiguruar me të njejtin protokol të rrugëtimit. Administratori i
rrjetës mund ta ndërtojë manualisht tabelën e rutimit.
Secila nyje në rrjetë dërgon dhe pranon përditësime rreth topologjisë së rrjetës. Ruteri
ka informata për rrugën që duhet ta ndjekë për tu lidhur me nyjet fqinje. Nëse një nyje nuk është
e lidhur direkt me ruterin ose është e lidhur pas disa nyjesh tjera , atëherë ruteri duhet ta analizojë
se cila rrugë i përshtatet më mirë për tu lidhur me atë nyje. Një nyje e tillë mund ta gjejë
informacionin e kërkuar për rrugën ose përmes rutimit statik(Static Routing) ose përmes rutimit
dinamik(Dynamic Routing).
Rutimi statik kërkon që tabela e rutimit të ndërtohet dhe përditësohet në mënyrë
manuale nga administratori i rrjetës duke futur të gjitha informacionet mbi topologjinë e rrjetës
në secilen nyje. Rutimi dinamik është më i mirë se rutimi statik.
Në rastin e rutimit dinamik , nyjet i shkëmbejnë informatat mbi topologjinë e
rrjetës në bazë të protokolit të rrugëtimit i cili është konfiguruar në nyje. Këto informata pastaj
përditësohen në tabelën e rutimit. Nëse ndodh ndonjë ndërrim në topologji , fillon procesi i
shpërndarjes së informacioneve dhe ky proces vazhdon deri sa tabelat e rutimit të seciles nyje
përputhen mes veti.
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2.1.3 Distanca administrative (AD)
Një rrjetë mund të përdorë disa protokole të ndryshme, dhe një ruter mund të
mësojë shtegun e një rruge nga burime të ndryshme. Kështu ruterit i duhet të gjejë një mënyrë që
të zgjedhë rrugën më të mirë. Distanca Administrative është një numër që përdoret nga ruterët që
të vlerësojnë se cila rrugë është më e mirë. Vlera e distancës administrative është mes 0 dhe 255,
dhe sa më e vogël të jetë vlera aq më i besueshëm protokoli. Vlera e distancës administrative
varet nga informacioni që e pranon ruteri nga ruterët e tij fqinjë.

Pic. 1.1 Distanca Administrative e protokoleve të rrugëtimit

Nëse ruteri ka të implementuar disa protokole të rrugëtimit ruteri gjithmonë e zgjedh
rrugën që ka të implementuar protokolin me distancën administrative më të vogël. Nëse një
rrjetë është e lidhur direkt me ruterin, ruteri gjithmonë do ta përdorë interfejsin që është i lidhur
me atë rrjetë. Psh. Nëse ruteri pranon të njejtën rrugë nga RIP dhe nga EIGRP, ruteri e zgjedh
rrugën me EIGRP sepse EIGRP ka AD 90 ndërsa RIP e ka 120, pastaj kjo vlerë ruhet në tabelën
e rutimit të ruterit.
2.1.4 Njësitë matëse
Matja e largësisë së një rruge nga një nyje tek tjetra varet nga parametrat matës. Këta
parametra përdoren tek protokolet e rrugëtimit për të vendosur se cilën rrugë duhet ta përdorë
ruteri për ta dërguar paketin nga burimi në destinacion.
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2.1.5 Qëllimi i njësive matëse
Një njësi matëse(Metric) është një vlerë që shfrytëzohet nga protokolet e rrugëtimit, e
cila përdoret për ta caktuar një kosto që paketa duhet ta kalojë për të arritur në destinacion.
Njësitë matëse(Metrics) përcaktojnë rrugën më të mirë në rast se shumë rrugë të dërgojnë në të
njejtin destinacion. Ka mënyra të ndryshme për të llogaritur matjen(Metrics) për secilin protokol.
Psh. OSPF e përdorë Bandwidthin si njësi matëse, ndërsa EIGRP përdorë një kombinim të
Bandwidth-it dhe Delay-t.
2.1.6 Parametrat e njësive matëse
Metric është njësi matëse që përdoret për të rradhitur rrugët nga më e preferuara deri te
më pak e preferuara. Protokolet e ndryshme përdorin njësi matëse(Metrics) të ndryshëm. Tek IP
Routing Protocols, këto njësi matëse përdoren më së shumti [1]:
•

Hop Count - Llogaritë numrin e ruterave që një paketë kalon për të mbërritur në
destinacion.

•

Bandwidth - Rruga më e mirë zgjedhet në bazë të shpejtësisë së bandwidthit.

•

Delay - Vonesa e llogaritë kohën që i duhet një pakete për të kaluar ne një shteg.

•

Cost - Administratori i rrjetës ose Sistemi Operativ e llogarisin koston për të përzgjedhur
një rrugë ideale. Kosto mund të jëtë një njësi matëse ose kombinim i njësive matëse.

•

Load - Është shfrytëzimi i trafikut në një link të caktuar. Protokoli i rrugëtimit e përdorë
shfrytëzimin e trafikut për të zgjedhur rrugën më të mirë.

•

Reliability – E llogaritë mundësinë e rënies(dështimit) të linkut , dhe kjo llogaritet nga
dështimet e mëhershme të atij linku.

Pic. 1.2 Njësitë matëse të protokoleve të rrugëtimit
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2.2 Protokolet e rutimit
2.2.1 Klasat e rutimit
Edhe pse janë shumë lloje të protokoleve të rrugëtimit, prej tyre derivojnë 3 klasë
kryesore : Link State Routing Protocols(OSPF, IS-IS) , Distance Vector Protocols(RIP, IGRP)
dhe Hybrid Protocols(EIGRP).
2.2.2 Link State Rutimi
Link State Routing(LSR) protokolet njihen edhe si Shortest Path First(SPF) protokole,
ku funksioni i çdo ruteri është të përcaktojë rrugën më të shkurtër përgjatë rrjetës. Të gjithë
ruterat e mbajnë një bazë të të dhënave që njihet si Link State Database, dhe përdoret për të
përshkruar topologjinë e sistemeve autonome.
Link State Advertisements (LSA) është përgjegjës për të shpërndarë informacionet e
rutimit nëpër të gjitha nyjet. Informacioni mbi nyjet fqinje gjindet në çdo LSA të një nyje, dhe
çdo ndryshim në nyje do të përcillet nëpër nyjet tjera përmes flooding. Zakonisht nyjet i vërejnë
ndryshimet kur ta pranojnë LSA-në , pastaj rrugët kalkulohen përsëri dhe ri-dërgohen tek nyjet
fqinje. Si rezultat i këtij procesi, të gjitha nyjet e përmbajnë një bazë të të dhënave identike dhe
aty përshkruhet topologjia e rrjetës. Këto baza të të dhënave mbajnë informacionet e kostove të
linqeve në rrjetë, dhe pastaj formohet tabela e rutimit. Kjo tabelë e rutimit përmbanë
informacione mbi paketat e dërguara si dhe tregon rrugët dhe kostot e tyre.

Pic. 1.3 Shortest Path First duke përdorur Dijkstra Algoritmin
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Dijkstra algoritmi përdoret për të llogaritur rrugën si dhe koston për çdo link. Kosto e
linkit përcaktohet nga administratori i rrjetës dhe paraqitet si gjatësia e atij linku.
Balancimi i ngarkesës(Load Balancing) mund të arrihet pasi të caktohen kostot për çdo
link. Kështu mbingarkesa e një linku mund të evitohet. Administratori i rrjetës mund ta ndërrojë
rutimin duke i ndërruar kostot e linqeve.
Link State Routing protokolet kanë fleksibilitet më të mirë por janë më të komplikuara
se sa Distance Vector protokolet. Link State Routing protokolet marrin vendime më të mira për
rrugëtim se sa Distance Vector protokolet dhe i minimizojnë shpërndarjen e plotë.
Dy llojet më të përhapura të Link State Routing protokoleve janë : OSPF dhe IS-IS.
OSPF e përcakton distancën më të shkurtër mes nyjeve duke u bazuar në peshën e linkut.

2.2.3 Karakteristikat e Link State Rutimit
Karakteristikat e Link State Routing:
•

Të gjithë ruterat e kanë të njejtën bazë të të dhënave.

•

Rrjetat e mëdha ndahen në nënrrjeta më të vogla.

•

Përfshihen shumë rrugë për në destinacion.

•

Konvergjencë më e shpejtë.

•

E përkrahë një njësi matëse të saktë.

2.2.4 Metodat e Rutimit
Çdo ruter është përgjegjës për ti ndjekur këta hapa [1]:
•

Çdo ruter mëson rreth rrjetave që janë të lidhur direkt me të.

•

Çdo ruter duhet të ketë një lidhje me rrjetat fqinje të tij, dhe kjo arrihet zakonisht
përmes shkëmbimit të HELLO paketave.

•

Çdo ruter duhet të dërgojë link state paketa, që tregojnë për gjendjen e linqeve.

•

Çdo ruter e ruan një kopje të link state paketës, e cila është pranuar nga fqinjët.

•

Çdo ruter në mënyrë të pavarur e përcakton rrugën më të shkurtër nëpër topologji.
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2.2.5 Avantazhet dhe disavantazhet e Link State Rutimit
Avantazhet më të rëndësishme të Link State Routing janë [2]:
•

Reagim shumë i shpejtë nëse ndodh ndonjë ndryshim në rrjetë.

•

Madhësia e paketave është shumë e vogël.

•

Çdo ruter ka një pasqyrë komplete dhe të sinkronizuar të rrjetës, kështu që është gati se
e pamundur që të ndodhin loop-s gjatë rrugëtimit.

•

LSR protokolet përkrahin Variable Length Subnet Masks(VLSM) si dhe
Classless Inter-Domain Routing (CIDR).
Disavantazhet më të mëdha të Link State Routing janë:

•

Nevojitet memorie e madhe dhe procesor më i madh se sa tek Distance Vector.

•

Ka kompleksitet më të madh gjatë konfigurimit.

•

Nevojitet një administrator që e kupton mirë protokolin.

Pic. 1.4 Link State Rutimi
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2.2.6 Distance Vector Rutimi
Distance Vector Routing e përdorë distancën që të përcaktojnë rrugën më të mirë për tek
një adresë e destinacionit. Distanca është zakonisht numri i kërcimeve(ruterave) deri tek rrjeta
destinuese. Në Distance Vector Routing përdoret algoritmi i Bellman-Fordit për ta llogaritur
rrugën deri në destinacion. Tek Distance Vector, ndërtohet një vektor i distancës specifik për të
gjitha nyjet e përdorura në rrjetë. Ky vektor përmbanë ID-në e destinacionit, distancën më të
shkurtër dhe kërcimin e rradhës. Këtu çdo nyje e kalon tek fqinji i tij një vektor të distancës,
përmes të cilit e informon rreth rrugëve më të shkurtëra. Kështu ata i marrin informacionet mbi
rrugët nga fqinjët e tyre, pastaj i shpërndajnë edhe vet ato informacione. Çdo nyje varet nga nyjet
fqinje rreth mbledhjes së informacioneve mbi rrugët më të shkurtra. Nyjet janë përgjegjëse për
shpërndarjen e vektorit të distancës mes vete, dhe koha e shpërndarjes mund të sillet prej 10 deri
90 sekonda. Kur një nyje e pranon informacionin nga fqinjët e tij mbi një rrugë e cila ka koston
më të ulët, nyja pranuese e fut këtë informacion në tabelën e vet të rutimit.

Pic. 1.5 Distance Vector Rutimi
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2.2.7 Funksionaliteti i Rutimit
Distance Vector protokoli i rrugëtimit e përdorë algoritmin e Bellman-Fordit për të
identifikuar rrugën më të mirë. Për ta llogaritur rrugën më të mirë, metoda të ndryshme përdoren
nga protokolet e rrugëtimit që e përdorin Distance Vector. Por, të gjitha këto protokole të
rrugëtimit , e kanë një karakteristikë kryesore të përbashkët. Kjo karakteristikë është se për ta
identifikuar rrugën më të mirë, përdoren njësi të ndryshme matëse të cilat e llogarisin distancën
dhe drejtimin. Psh. EIGRP e përdorë Diffusion Update Algorithm(DUAL) për ta llogaritur
koston deri tek adresa e destinacionit. RIP e përdorë numrin e kërcimeve për ta llogaritur rrugën
më të mirë.

Pic. 1.6 DUAL Algoritmi

Tek Distance Vector, ruteri e mbanë një listë të rrugëve të njohura në një tabelë, dhe
gjatë kohës së startimit të ruterit, ruteri e inicializon tabelën e rutimit për ti identifikuar
destinacionet e mundshme, dhe kështu i përcakton edhe distancat deri tek ato destinacione. Kjo
matje bëhet në bazë të kërcimeve.
Tek Distance Vector, ruteri nuk i ka informacionet për të gjithë rrugën. Ruteri e
din vetëm vendin dhe interfejsin prej nga kanë ardhur paketat [3].
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2.2.8 Karakteristikat e Distance Vector Rutimit
Karakteristikat e Distance Vector Routing janë [1]:
•

Distance Vector protokoli e bën përshkrimin e tabelës së vet të rutimit, ku të gjithë fqinjët
janë të lidhur direkt me tabelën dhe bëjnë update në mënyrë periodike.

•

Nëse një rrugë bëhet e padisponueshme, informacioni duhet të futet menjëherë në tabelën
e rutimit.

•

Distance Vector protokolet janë të lehtë dhe efikas në rrjeta më të vogla, kështu që
nevojitet menaxhim më i vogël.

•

Distance Vector rutimi më shumë bazohet në numrin e kërcimeve.

•

Përdoret gjatësi fikse e subnet maskës.

Pic. 1.7 Tabela e rutimit e Distance Vector
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2.2.9 Avantazhet dhe disavantazhet e Distance Vector Rutimit
Avantazhet kryesore të Distance Vector protokoleve janë:
•

Të lehtë dhe efikas në rrjeta të vogla.

•

Mund të konfigurohen lehtë.

•

Kanë nevojë për pak resurse.

Distance Vector protokoli procesin e numërimit të kërcimeve mund ta ketë deri në
pafundësi. Bellman-Ford algoritmi nuk mund ta parandalojë krijimin e një loop të rutimit dhe ky
është disavantazhi më i madh i DV [2].
Disavantazhet e tjera të Distance Vector janë:
•

Krijimi i loops.

•

Konvergjenca e ngadaltë.

•

Ka probleme me përshkallëzim.

2.3 Open Shortest Path First(OSPF)
2.3.1 Prapavija
OSPF është një protokol i rrugëtimit që u krijua nga grupi punues i Interior Gateway
Protocol(IGP) në kuadër të Internet Engineering Task Force for Internet Protocol (IP) networks.
Në vitin 1989, u krijua verzioni i parë i OSPF i cili u quajt OSPFv1 dhe u publikua në kuadër të
RFC 1131. Verzioni i dytë i OSPF apo OSPFv2 u paraqit në vitin 1998, dhe u publikua në
kuadër te RFC 2328. Në vitin 1999 u publikua verzioni i tretë i OSPF apo OSPFv3 i dedikuar per
IPv6, dhe u publikua në kuadër të RFC 2740.
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2.3.2 Pasqyra
OSPF është një link state protokol i rrugëtimit i cili përdoret për të shpërndarë
informacionin brenda një sistemi autonom [1]. Përshkak se është standard i hapur, OSPF
përdoret nga shumë prodhues të pajisjeve të rrjetave. OSPF mund të implementohet në shumicën
e ruterave dhe nuk ka rëndësi se të cilit prodhues janë(për dallim nga EIGRP i cili punon vetëm
në rutera të CISCO-s).
OSPF është protokol i rrugëtimit “classless”, që dmth. se e dërgon subnet maskën së
bashku me përditësimet e tjera të protokolit. OSPF e përkrahë Variable Length Subnet
Masks(VLSM) , Classless Inter-Domain Routing (CIDR), caktimin e rrugëve në mënyrë
manuale, update-at inkremental(që dmth. se një update inkremental përmbanë vetëm ndryshimet
nga update i kaluar), balancimin e ngarkesës në mënyrë të barabartë si dhe shumë karakteristika
tjera të dobishme [4]. OSPF e përdorë vetëm një parametër si njësi matëse dhe ajo është kosto.
Distanca Administrative tek OSPF është 110.
[4] Ruterat që punojnë me OSPF duhet ti krijojnë lidhjet me nyjet fqinje, para se ti
shkëmbejnë informacionet me ta. Përshkak se OSPF është link state protokol i rrugëtimit, nyjet
fqinje nuk i shkëmbejnë mes veti tabelat e rrugëtimit. Në vend të kësaj, ata shkëmbejnë
informacione rreth topologjisë së rrjetit. Pastaj çdo ruter e starton Shortest Path First algoritmin
për të llogaritur rrugën më të mirë dhe pastaj për ti shtuar ato rrugë në tabelën e vet të rutimit.
Çdo ruter e din të gjithë topologjinë e rrjetit dhe kështu gjasat për tu krijuar një loop e rrugëtimit
janë minimale.
Çdo ruter i ruan informatat mbi rrugët dhe topologjinë në 3 tabela [4]:
•

Tabela e fqinjëve – ruan informacion mbi fqinjët e ruterit.

•

Tabela e topologjisë – ruan strukturën e topologjisë së një rrjete.

•

Tabela e rrugëtimit – ruan rrugët më të mira.
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2.3.3 Enkapsulimi i OSPF mesazhit
OSPF mesazhi është i enkapsuluar në një paketë. Figura 3.0 tregon enkapsulimin e një
OSPF mesazhi [1].

Pic. 1.8 OSPF mesazhi i enkapsuluar

2.3.4 Headeri i OSPF paketës
OSPF paketa i përmbanë 9 fusha, siq përshkruhen në figurën 3.1 [1].

Pic. 1.9 Headeri i OSPF paketës
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•

Verzioni: Tregon verzionin e OSPF që është përdorur.

•

Tipi: Tregon tipin e OSPF paketës si më poshtë:
1. Hello
2. Database Description(DBD)
3. Link State Request(LSR)
4. Link State Update(LSU)
5. Link State Acknowledgement(LSAck)

•

Gjatësia e paketës: Tregon gjatësinë e paketës.

•

ID e ruterit: Tregon ID-në e ruterit burimor.

•

ID e zonës: Tregon id-në e zonës të cilës paketat i takojnë.

•

Checksum: I kontrollon paketat se a janë të dëmtuara apo jo gjatë transmetimit.

•

Tipi i autentifikimit: E përcakton llojin e autentifikimit. Janë 3 lloje të autentifikimit:
1. Null Authentification – Quhet ndryshe edhe tipi 0, dhe kjo dmth. se asnjë lloj i
autentifikimit nuk është përdorur.
2. Plain Text Authentification – Quhet ndryshe edhe tipi 1, dhe kjo dmth. se mund të
përdoret autentifikim i thjeshtë si psh. passwordi.
3. MD5 Authentification – Quhet edhe tipi 2, dhe përdorë MD5 password
kriptografik.

•

Të dhënat e autentifikimit: I autentifikon OSPF paketat ashtu që ruteri është në gjendje
të marrë pjesë në fushën e rrugëtimit.

2.3.5 Llojet e OSPF paketës
Janë 5 lloje të ndryshme të OSPF paketave ku çdo paketë ka një qëllim të veqantë në
OSPF procesin. Më poshtë janë përshkruar këto lloje [1]:
1. Hello: Hello paketat përdoren për ti zbuluar fqinjët si dhe për të krijuar afërsinë me OSPF
ruterat e tjerë. Që të krijohet fqinjësia, ruterat duhet të pajtohen që të jenë fqinjë me njëri tjetrin.
Hello paketat e preferojnë ruterat e paracaktuar(Designated Routers), por edhe Backup
Designated Routers(BDR) në një rrjetë.
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Pic. 2.0 OSPF Hello paketa

•

Network Mask – Kjo fushë i ka 32 bita, dhe tregon subnet maskën që lidhet me
interfejsin nëpër të cilin dërgohet paketa.

•

Hello Interval – Tregon se sa shpesh ruterat i dërgojnë hello paketat. Të gjithë ruterat në
një rrjetë duhet ta kenë të njejtin Hello interval. Ky interval është 10 sekonda për pointto-point dhe 30 sekonda për broadcast media.

•

Options – Kjo fushë tregon mundësitë opsionale të ruterit .

•

Priority – Kjo fushë tregon prioritetin e ruterit për tu bërë ruter i paracaktuar (Designated
Router).

•

Dead Interval – Tregon se sa gjatë pret një ruter i cili nuk pranon Hello paketat nga një
ruter tjetër, para se ta deklarojë atë ruter të vdekur. Të gjithë ruterët në një rrjetë duhet ta
kenë të njejtin dead interval.

•

Designated Router – IP adresa e ruterit të paracaktuar(Designated Router). Nëse nuk ka
IP të ruterit, kjo dmth. se nuk ka ruter paracaktues në rrjetë.

•

Backup Designated Router – IP adresa e ruterit të paracaktuar zëvendësues(Backup
Designated Router). Nëse nuk ka ID në këtë fushë kjo dmth se nuk ka ruter ndihmës.

•

List Of Neighbours – IP adresat e ruterëve fqinjë prej të cilëve janë pranuar Hello paketa
në kohën e përcaktuar përmes Dead Interval.
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2.Database Description Packet(DBD): E përmbanë një listë të shkurtuar të bazës së të dhënave
të ruterit dërgues dhe përdoret nga ruteri pranues për të bërë krahasimin me bazën e të dhënave
lokale. Kontrollon sinkronizimin e bazave të të dhënave ndërmjet ruterëve.

3.Link State Request Packet(LSR): Pasi janë shkëmbyer DBD paketat ndërmjet ruterëve
fqinjë, tani ruteri mund ta kuptojë informatat që i posedon nuk janë të përditësuara. Kështu, ruteri
dërgon Link State Request(LSR) paketën për të kërkuar më shumë informacione nga ruterët
fqinjë.
4. Link State Update Packet (LSU): Kjo paketë përfshinë përmbytjen e Link State
Acknowledgement(LSA). Secila LSA përmbanë informata mbi rrugëtimin, njësinë matëse, dhe
topologjinë e rrjetës të cilat mundësojnë përshkrimin e rrjetës. Ruteri i fut LSA-të brenda një
LSU pakete dhe i dërgon tek ruterët fqinje.
5.Link

State

Acknowledgement

Packet(LSA):

Ruteri

e

dërgon

një

Link

State

Acknowledgement(LSA) paketë për ti konfirmuar ruterit dërgues që LSU paketa është pranuar.

2.3.6 Zonat e OSPF
Zonat tek OSPF implementohen me qëllim që të ndërtohet një strukturë hierarkike që të
mirëmbahet një rrjedhë e paketave të të dhënave në rrjetë. Duhet të jetë së paku një zonë në një
rrjetë. Nëse ekziston më shumë se një zonë në rrjetë, një nga zonat duhet të jetë shtyllë në të
cilën lidhen të gjitha zonat tjera. Zonat përdoren që ti grumbullojnë ruterët së bashku dhe kështu
të bëhet shkëmbimi i informacioneve të rrugëtimit në mënyrë lokale.

Një zonë mund të

implementohet në dy mënyra: formati i IP adresës duhet të jetë 0.0.0.0 ose në formën decimale
0. Zonës shtyllë i referohemi me IP adresë si 0.0.0.0 ose në formatin decimal 0. Nëse ndonjë
zonë nuk është e lidhur me shtyllën në mënyrë direkte , duhet patjetër të lidhet më një link
virtual. Zonat mund të konfigurohen në mënyra të ndryshme , varësisht nga kërkesat e rrjetës [1].

19

1. Zona shtyllë - Kur të bëhet dizajnimi i një rrjete, duhet të jenë një ose më shumë zona, atëherë
njëra nga zonat duhet të jetë zona shtyllë 0. Të gjitha zonat tjera duhet të jenë të lidhura direkt
me zonën shtyllë. Zona shtyllë duhet të jetë në qendër të të gjitha zonave tjera, sepse të gjitha
zonat duhet të dërgojnë informacione të rrugëtimit tek ajo zonë, si dhe zona shtyllë dërgon
informata te zonat e tjera [5].

Pic. 2.1 Zona shtyllë e OSPF(Zona 0)

2. Zona degë - Zonat e tjera që nuk janë zonë shtyllë quhen zonat degë(Stub Areas). Zonat degë
i kanë disa kufizime kur vjen puna tek marrja informatave të rrugëtimit jashtë një sistemi
autonom. Zonat degë marrin informata mbi rrugët vetëm brenda sistemeve autonome. Zonat degë
janë të lidhura direkt me zonën shtyllë. Disa karakteristika që i kanë zonat degë janë:
•

Rrugët brenda zonës si dhe rrugët ndërmjet zonave janë të lejuara në një zonë degë.

•

LSA-të e jashtme nuk mund të përmbyten.
Ruterët që kanë të implementuar OSPF duhet të konfigurohen si ruterë degë brenda

zonave degë. Kjo bëhet për arsye se kur konfigurohet një zonë degë, të gjithë interfejsat që i
përkasin kësaj zone fillojnë të shkëmbejnë Hello paketa që të sinjalizojnë se ajo zonë është një
zonë degë. [5]
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3. Zona degë totale - Një zonë degë e tërësishme(Totally Stub Area) është e lidhur në mënyrë
fizike në zonën shtyllë(Backbone Area). E pranon vetëm një rrugë të paracaktuar nga një zonë
tjetër e cila duhet të jetë patjetër zona shtyllë. Kjo zonë komunikon me rrjetat e tjera përmes
rrugëve të paracaktuara.
Disa karakteristika të kësaj zone janë:
•

Nuk i lejon rrugët ndërmjet zonave.

•

Nuk i lejon rrugët brenda zonës.

•

Rruga e paracaktuar është rrugë përmbledhëse.

4. Zona jo edhe aq degë (NSSA)
Kjo zonë është një zgjerim i zonave degë. Karakteristikë e kësaj zone është se
mundëson konfigurimin e OSPF zonave të cilat i kanë karakteristikat e zonave degë, por
gjithashtu janë në gjendje të marrin informacion mbi rrugët e jashtme. OSPF nuk e përmbytë një
NSSA me informacionet nga zonat e tjera, por i përkthen informatat e rrugëve dhe pastaj i
përmbytë zonat e tjera si psh. zonën shtyllë.
Karakteristikat e një NSSA janë:
•

Type7 LSA-të (Link State Advertisement) i bartin informatat e jashtme.

•

LSA-të përmbledhëse janë të lejuara.

•

LSA-të e jashtme nuk janë të pranuara.

5. Zona jo edhe aq degë totale - Kjo zonë e përdorë një Autonomous System Boundary
Router(ASBR) i cili është një ruter që lidhet me sistemet e tjera autonome duke përdorur më
shumë se një protokol të rrugëtimit.
Karakteristikat e Totally NSSA janë:
•

LSA-të përmbledhëse nuk janë të lejuara.

•

Rruga e paracaktuar është rrugë përmbledhëse.

•

LSA-të e jashtme nuk janë të lejuara.
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Pic. 2.2 OSPF zonat

2.3.7 Kosto e OSPF
Kostoja e rrugës së një interfejsi në OSPF quhet njësi matëse dhe shpesh është një vlerë
standarde si psh. shpejtësia. Kostoja e një interfejsi llogaritet duke u bazuar në bandwidth.
Kostoja është proporcionale me bandwidthin. Bandwidthi më i madh arrihet me kosto më të
vogël [1].
Cost = 108 / Bandwidth in bps
Nga formula shihet se kosto llogaritet duke e pjestuar bandwidthin e paracaktuar me
bandwidthin e interfejsit. Bandwidthi i paracaktuar tek OSPF është 100 Mbps.
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2.3.8 Llojet e OSPF Ruterave
Ruterët e OSPF luajnë role të ndryshme në rrjetat në të cilat implementohen dhe zonat
tek të cilat vendosen.
Llojet e ndryshme të ruterëve të OSPF janë [6]:
•

Ruterët e brendshëm - Ruter i cili lidh vetëm një zonë të OSPF quhet ruter i
brendshëm. Të gjithë interfejsat e atij ruteri janë të lidhur vetëm brenda asaj zone.

•

Ruterët shtyllë(Backbone Routers) – Ruterët të cilët kanë më shumë se një interfejs
në zonën 0 quhen ruterat shtyllë. Ruterat shtyllë mund të përdoren si një ruter i
brendshëm ose si ruter që vendoset mes disa zonave.

•

Area Border Routers (ABR) – Ky lloj i ruterit i lidhë disa zona dhe përdoret për ti
lidhur zonat degë me zonën shtyllë. Linku reklamues përmbledhës gjenerohet nga ABR.

•

Autonomous System Boundary Routers (ASBR) – Nëse një ruter i takon një OSPF
zone por ka lidhje edhe me një zonë tjetër atëherë ai ruter quhet ASBR si dhe është
sikur një lloj gateway.

•

Designated Routers(DR) – Një ruter me të cilin të gjithë ruterët e tjerë brenda zonës
janë të lidhur dhe i dërgojnë LSA quhet ruter i caktuar(DR). Këta ruterë i mbajnë të
gjitha Link State Updates si dhe i vërshojnë LSA-të për tek rrjetat e tjera në mënyrë të
besueshme. Të gjitha OSPF zonat mund ta kenë një Designated Router(DR) si dhe një
Backup Designated Router(BDR). Designated Router duhet të ketë prioritet më të lartë
në një zonë.

2.3.9 OSPF dhe përmbledhja e rrugëve
Shumë rrugë përmbledhen në një rrugë të vetme. Kjo përmbledhje bëhet nga Area
Border Routers(ABR). Ky proces mundëson shkrirjen e disa rrugëve në një rrugë të vetme.
Përmbledhja mund të bëhet mes çfarëdo 2 zonave. Ky proces e zvogëlon tabelën e rutimit si dhe
madhësinë e rrjetës. Qëllimi kryesor i kësaj përmbledhjeje është të zvogëlojë bandwidthin dhe
kohën e procesimit.
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Ekzistojnë 2 lloje të përmbledhjes së rrugëve në OSPF, dhe ato janë:
1. Përmbledhja e rrugëve të brendshme: Procesi i përmbledhjes së rrugëve mes zonave
kryhet nga Area Border Routers(ABR). Rrugët e jashtme nuk futen në OSPF përmes rishpërndarjes [5].

Pic. 2.3 Përmbledhja e rrugëve të brendshme

2. Përmbledhja e rrugëve të jashtme: Ky proces i mundëson rrugëve të jashtme të futen
në OSPF përmes ri-shpërndarjes. Rrugët e jashtme të cilat përmbledhen duhet të jenë të
afërta mes veti [5].

Pic. 2.4 Përmbledhja e rrugëve të jashtme
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2.3.10 Link State njoftimet (LSA)
Link State Advertisement(LSA) është i ndarë në 5 pjesë [5]:
•

Lloji 1 - Router LSA(RL) : Ruteri i njofton ruterët e tjerë për prezencën e tij dhe i liston
linkat për tek ruterët e tjerë në të njejtën zone, së bashku me koston. Ky lloj i LSA-ve
përmbysin vetëm zonën e ruterit në të cilën ata gjenden.

•

Lloji 2 - Network LSA(NL): Ruteri i caktuar(DR) në një lidhje(psh. Ethernet) liston se
cilët rutera mund të kyqen në atë lidhje. Ky lloj i LSA-ve përmbytin vetëm zonën e ruterit
në të cilën ata gjenden.

•

Lloji 3 dhe 4 - Summary LSA(SL): Një ruter i kufirit të zonës(ABR) e merr
informacionin që e ka mësuar nga njëri prej interfejsave të tij , e përmbledhë atë
informacion dhe pastaj e dërgon në zonat e tjera me të cilat është i lidhur. Kjo
përmbledhje ndihmon në aspektin se nuk dërgohet informacion i tepërt tek zonat e tjera
duke i hequr informatat e detajizuara mbi topologjinë, sepse informacionet e rrugëtimit
janë përmbledhur vetëm në një parashtesë të adresës dhe njësia matëse.

•

Lloji 5 - External LSA(EL): Autonomous System Boundary Routers(ASBR) i futin
rrugët e jashtme përmes procesit të ri-shpërndarjes në sistemet autonome. Ky link
përmbytet te të gjitha zonat përveq zonave degë.

Pic. 2.5 Llojet e ndryshme të Link State njoftimeve(LSA)
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2.3.11 Shortest Path First(SPF) Algoritmi
OSPF është një Link State Routing Protocol që përdorë një protokol mbi gjetjen e rrugës
më të shkurtër për të llogaritur koston më të vogël deri tek të gjitha destinacionet. Dijkstra
algoritmi përdoret për të llogaritur rrugën më të shkurtër. Ky algoritëm ka disa hapa dhe ata
përshkruhen në vijim [5]:
•

Për çdo ndryshim në informacionet e rrugëtimit, ruteri e gjeneron një LSA paketë. Kjo
paketë përmbanë gjendjen e të gjitha linkave në atë ruter.

•

Të gjithë ruterët i shkëmbejnë LSA-të përmes përmbytjes. Pastaj një Link State Update i
cili përmbanë një kopje të Link State Database pranohet nga çdo ruter. Ky update
shpërndahet tek të gjithë ruterat.

•

Pasi të krijohet baza e të dhënave për çdo ruter, ruterët fillojnë ta llogarisin pemën e
rrugës më të shkurtër(Shortest Path Tree) për tek destinacionet. Me qëllim te gjetjes së
rrugës me koston më të vogël, OSPF përdorë Dijkstra algoritmin.

•

Nëse ndodh ndonjë ndryshim në rrjetë si psh. ndryshimi i kostos ose një nyje e re futet në
rrjetë ose fshihet nga rrjeta, Dijkstra algoritmi ri-llogaritet për të gjetur rrugën me koston
më të vogël.

Pic. 2.6 Pema Shortest Path
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2.3.12 Avantazhet dhe disavantazhet e OSPF
Avantazhet e OSPF janë:
•

OSPF nuk është pronë e CISCO-s.

•

OSPF gjithmonë llogaritë rrugët pa loop-s.

•

Nëse ndodh ndonjë ndryshim në rrjetë, OSPF përshtatet shpejt me ndryshimin.

•

OSPF i minimizon rrugët dhe e zvogëlon tabelën e rutimit.

•

Përdorim i vogel i bandwidth-it.

•

I përkrahë rrugët e shumëfishta.

•

Ka konvergjencë më të mirë se RIP protokoli.

•

I përshtatshëm për rrjeta të mëdha.

•

Ka balancim më të mirë të ngarkesës.

•

Përkrahë autentifikimin e rutimit.
Disavantazhet e OSPF janë:

•

Nevojitet memorje më e madhe.

•

Mbanë shumë kopje të informacionit të rutimit, duke e rritur sasinë e memorjes që

nevojitet.
•

Është i vështirë për tu konfiguruar.

2.4 Enhanced Interior Gateway Routing Protocol (EIGRP)
2.4.1 Hyrje
EIGRP është një protokol i rrugëtimit që është pronë e CISCO-s, dhe i cili është një
verzion i përmirësuar i Interior Gateway Routing Protocol(IGRP). EIGRP është duke u përdorur
në rrjeta të mesme dhe të mëdha prej vitit 1992, sepse është një protokol që mund të zgjerohet
lehtë në bazë të kërkesave. EIGRP është një verzion i zgjeruar i IGRP, ku përllogaritja e rrugëve
bëhet duke përdour algoritmin DUAL(Diffusion Update Algorithm). Sidoqoftë, EIGRP mund të
konsiderohet edhe protokol hibrid, sepse ka veti edhe të Link State Protokoleve.

27

2.4.2 Struktura e protokolit

Pic 2.7 Struktura e EIGRP

Struktura e protokolit është [1]:
•

Version: Tregon verzionin e EIGRP.

•

Opcode: Operation Code zakonisht specifikon tipin e mesazhit.

•

Checksum: Bëhet checksum i gjithë paketës EIGRP, duke përjashtuar IP Headerin.

•

Flag: Biti i parë (0x00000001) përdoret për të formuar një lidhje të re më fqinjët dhe
njihet si biti inicializues. Biti i dytë(0x00000002 njihet si biti kondicional.

•

Seq and Ack Number: Bartja e mesazheve në mënyrë të sigurtë dhe të besueshme.

•

Autonomous System Number: Identifikon sistemet autonome në një EIGRP paketë. Një
proces i EIGRP i proceson vetëm EIGRP paketat që gjenden brenda një EIGRP domeni.

•

Type: Përcakton vlerën për secilin lloj të fushës.

•

Length: Përcakton gjatësinë e një EIGRP frejmi.
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2.4.3 Karakteristikat e EIGRP
EIGRP ka 4 karakteristika kryesore, dhe ato janë:
1. Neighbor Discovery/Recovery.
2. Reliable Transport Protocol(RTP).
3. Diffusion Update Algorithm.
4. Protocol Dependent Modules.
2.4.4 Zbulimi/Rivitalizimi i fqinjëve
Kjo metodë i lejon ruterët të marrin informacione rreth ruterëve të tjerë me të cilët janë
të lidhur në mënyrë direkte [7]. Nëse fqinjët bëhen të padisponueshëm, është shumë me rëndësi
për ruterin që të ketë njohuri për këtë. Kjo arrihet duke dërguar HELLO paketa në intervale të
caktuara. Pas pranimit të një HELLO pakete nga fqinjët, ruteri sigurohet se ruterët fqinj janë në
rregull, dhe shkëmbimi i informative të rrugëtimit është i mundur. Në rrjetat me shpejtësi të lartë,
HELLO paketat dërgohen çdo 5 sekonda. Çdo HELLO paketë e reklamon kohën e pritjes, e cila
nënkupton kohën nëpërmjet të cilës vendoset se a është një ruter gjallë apo jo. Koha e pritjes
zakonisht është 15 sekonda. Nëse ruteri nuk pranon asnjë HELLO paketë nga ruteri fqinjë brenda
15 sekondave, atëherë ai ruter largohet nga tabela e rutimit. Kështu, koha e pritjes nuk përdoret
vetëm për zbulimin e ruterëve të vdekur, por edhe për zbulimin e fqinjëve të rinj. Një rregull i pa
shkruar thotë: Koha e pritjes duhet të jetë sa trefishi i kohës së HELLO paketës [1].

Pic. 2.8 Koha e intervalit për Hello dhe Hold tek EIGRP

2.4.5 Protokoli i Transportit të Besueshëm(RTP)
Reliable Transport Protocol(RTP) është përgjegjës për dërgimin e sigurtë dhe me
rregull të EIGRP paketave, duke përdorur Sequence Number dhe Acknowledge Number, por kjo
bëhet pa ndonjë mekanizëm të veçantë për kontrollimin e ngjeshjes. E përkrahë transmetimin e
multicast si dhe unicast paketave [7]. Dërgimi i HELLO paketave te secili fqinjë në mënyrë
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individuale është jo efikas në një rrjetë të madhe që ofron mundësi për multicast(psh.Ethernet),
dhe kështu paketat që nuk kërkojnë ACK dërgohen si multicast jo të besueshme(Unreliable
Multicast).

Të gjitha paketat që përmbajnë informacione të rutimit(Update,Query,Reply)

dërgohen në mënyrë të besueshme, dhe kërkojnë Acknowledgement(ACK).

2.4.6 Algoritmi i shpërndarjes së përditësimeve(DUAL)
Ky algoritëm përdorë disa dispozita dhe teori të cilat kanë rol të rëndësishëm në
mekanizmin për evitimin e unazave(loops):
•

Feasible Distance(FD): Kosto më e vogël që nevojitet për të arritur në destinacion
zakonisht quhet distance e mundshme(FD) për atë destinacion.

•

Reported Distance(RD): Ruteri e ka një kosto për ta arritur destinacionin dhe quhet
distance e raportuar(RD).

•

Successor: Një ruter trashëgues është një ruter fqinj, i cili e përcakton rrugën me koston
më të vogël për te rrjeta destinuese.

•

Feasible Successor(FS): Ky është një ruter fqinj i cili përdoret për të ofruar një rrugë
rezervë pa unaza për në destinacion, duke i përmbushur kushtet e Feasible Condition.

•

Feasible Condition(FC): Pasi është plotësuar kushti i FD, Feasible Condition përdoret
për të zgjedhur trashëgimtarin e përshtatshëm. Distanca e raportuar(RD) e reklamuar nga
një ruter duhet të jetë më e vogël se sa Distanca e mundshme(FD) për tu plotësuar kushti.

Tek EIGRP, të gjitha përllogaritjet e rrugëve bëhen nga DUAL. Një nga detyrat e
DUAL është që të mbajë një tabelë, e njohur si tabela e topologjisë, e cila përfshinë të gjitha
shënimet e mbledhura për rrugët pa unaza, të cilat reklamohen nga të gjithë ruterët. DUAL e
zgjedh rrugën më të mire(Successor path), dhe rrugën e dytë më të mirë(Feasible path), nga
tabela e topologjisë duke përdorur informatat mbi distancën, dhe pastaj i ruan në tabelën e
rutimit.
Duke përdorur tabelën e topologjisë, DUAL mund të kontrollojë nëse ndonjë rrugë tjetër
është në dispozicion. DUAL e performon këtë veprim kur rruga trashëgimtare nuk është në
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dispozicion. Kjo rrugë njihet si Feasible Path. Rruga e arsyeshme(Reasonable Path) zgjidhet nëse
i përmbush kushtet e Feasible Condition(FC). Kur një ruter fqinj i plotëson kushtet e FC, atëherë
ai ruter quhet Feasible Successor(FS). Nëse nuk ka asnjë rrugë pa unaza në tabelën e topologjisë,
atëherë bëhet ri-llogaritja e rrugëve dhe DUAL pyet fqinjët për informacione. Kjo ndodh gjatë rillogaritjeve duke e kërkuar trashëgimtarin tjetër. Edhe pse ri-llogaritjet nuk janë shumë intenzive
për procesorin, ato mund të kenë efekt në kohën e konvergjencës, dhe kështu është e nevojshme
që të evitohen llogaritjet e panevojshme. Nëse ekziston një Feasible Successor(FS), DUAL
përdoret për ti evituar llogaritjet e panevojshme [7].

2.4.7 Formati i EGRP paketës
EIGRP i përdorë 5 lloje të paketave [7]:
•

Hello/Ack.

•

Updates.

•

Queries.

•

Replies.

•

Requests.
Hello paketat siç e cekëm edhe më lart janë multicast për zbulimin/rigjenerimin e

fqinjëve. Një Hello paketë pa të dhëna përdoret edhe si Ack. Ack gjithmonë dërgohen duke e
përdorur një unicast adresë, dhe e përmbajnë një ack numër jo zero [7].
Update paketat përdoren që të njoftojnë për arritshmërinë e destinacioneve. Kur
zbulohet një fqinj i ri, i dërgohet një update paketë që ai të ndërtojë tabelën e vet të topologjisë.
Në këtë rast, update paketat janë unicast. Në rastet e tjera, kur ndërron kostoja e rrugëve,
përditësimet janë multicast. Përditësimet transmetohen gjithmonë në mënyrë të besueshme [7].
Query edhe Reply paketat dërgohen kur destinacionet janë në gjendje aktive. Queries
janë gjithmonë multicast, përveq në rastet kur dërgohen si përgjigjje për një query të pranuar. Në
këtë rast, janë unicast për te trashëgimtari nga i cili është gjeneruar query. Replie paketat
gjithmonë dërgohen si përgjigjje ndaj një Query pakete, në mënyrë që të njoftohet dërguesi i
Query paketës se nuk ka nevojë të futet në gjendje Aktive, sepse ekziston Feasible
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Successor(FS). Reply paketat janë unicast për te gjeneruesi i Query paketës. Edhe Query edhe
Reply paketat transmetohen në mënyrë të besueshme [7].
Request paketat përdoren që të mirren informacione specifike prej një ose më shumë
fqinjëve. Request paketat përdoren në Route Server Applications. Ato mund të jenë multicast ose
unicast. Request paketat transmetohen në mënyrë jo të besueshme.

2.4.8 Etiketimi i rrugëve
EIGRP bazohet në idenë e rrugëve të brendshme dhe të jashtme. Rrugët e brendshme
janë ato rrugë që janë gjeneruar brenda një sistemi autonom(AS) të EIGRP. Kështu që, një rrjetë
që është e konfiguruar të përdorë EIGRP, konsiderohet një rrugë e brendshme dhe propagohet
me këtë informacion nëpër sistemin autonom(AS) të EIGRP. Rrugët e jashtme janë ato rrugë që
janë mësuar nga një protokol tjetër i rrugëtimit, ose gjenden në tabelën e rutimit si rrugë statike.
Këto rrugë shënohen secila në vete, se bashku me burimin e tyre.
Rrugët e jashtme shënohen me këto informacione:
•

ID e EIGRP ruterit që e ka rishpërndarë rrugën.

•

Numrin e sistemit autonom(AS) ku gjendet destinacioni.

•

Një shënim të administratorit që mund të konfigurohet.

•

ID-në e protokolit të jashtëm.

•

Koston prej protokolit të jashtëm.

•

Bitin e shenjës për rrugëtimin e paracaktuar.
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2.4.9 Njësia matëse e EIGRP
Me përdorimin e vonesës totale dhe bandwidthit minimal të linkut, jemi në gjendje të
përcaktojmë koston e rrugës nga burimi te destinacioni tek EIGRP. Përzierja e njësive siç janë:
bandwidthi, besueshmëria, vonesa dhe ngarkesa merren parasysh gjatë llogaritjes së rrugës së
preferuar për në destinacion.
Llogaritja e kostos tek EIGRP bëhet përmes formulave në vijim:

Dhe formula(1) merr formën:

Nëse K5 = 0, kemi:
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2.4.10 Konvergjenca e EIGRP

Pic. 2.9 Topologjia e rrjetës tek EIGRP

Supozojmë se në Fig 4.2, linku prej R3 në R5 bie, dhe në të njejtën kohë R3 e zbulon
rënien e linkut. Nuk ka Feasible Successor(FS) në topologji dhe kështu roli i R3 është që të futet
në konvergjencë aktive. Në anën tjetër R4 dhe R2, janë fqinjët e vetëm të R3. Duke e pasur
parasysh se nuk ka rrugë tjetër më Feasible Distance(FD) më të vogël, R3 i dërgon një mesazh
R2 dhe R4 për ta gjetur një pasardhës. R2 i përgjigjet R3 se nuk ka pasardhës në dispozicion. Në
anën tjetër R3 merr përgjigje pozitive nga R4 dhe kështu Feasible Successor(FS) me Feasible
Distance(FD) vihet në dispozicion të R3. Distanca dhe rruga e re futen në tabelën e rutimit të R3.
Pastaj R3 i dërgon R2 dhe R4 një update për t’i informuar rreth kostos së re. Në këtë rrjetë pastaj
të gjitha rrugët konvergjojnë kur përditësimet mbërrijnë te ruterat.
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2.4.11 Avantazhet dhe disavantazhet e EIGRP
Avantazhet e EIGRP janë:
•

Është e lehtë për t’u konfiguruar.

•

I ofron rrugët pa unaza(loops).

•

E ka një rrugë rezervë për të mbërritur në destinacion.

•

Protokolet me shumë shtresa janë të përfshirë.

•

Te EIGRP, koha e konvergjencës është e ulët dhe është përgjegjëse për reduktimin e
përdorimit të bandwidthit.

•

E përkrahë Variable Length Subnet Mask(VLSM) dhe Classless Inter Domain
Routing(CIDR) .

•

EIGRP i nevojitet më pak memorie dhe procesim se sa Link State Protokolet.

•

EIGRP e përkrahë autentifikimin.

Disavantazhet e EIGRP janë:
•

EIGRP është pronë e CISCO-s.

•

EIGRP punon vetëm në rutera të CISCO-s.

35

3 DEKLARIMI I PROBLEMIT
Një protokol i rrugëtimit konsiderohet se operon në shtresën e 3-të të OSI modelit.
Ekzistojnë lloje të ndryshme të protokoleve të rrugëtimit që përdoren shumë në rrjetat
kompjuterike. EIGRP është një protokol që është pronë e CISCO-s i cili bazohet në DUAL
algoritmin. EIGRP i mbështetë vetëm produktet e CISCO-s. Sidoqoftë koha e konvergjencës
është më e shpejtë se sa e protokoleve të tjera dhe është më e lehtë për ta konfiguruar. Në
kontrast, OSPF është një Link State protokol i rrugëtimit i cili bazohet në Dijkstra algoritmin.
OSPF ka vështirësi gjatë konfigurimit si dhe ka kërkesa të mëdha për memorje.
Qëllimi im kryesor është studimi i protokoleve të rrugëtimit dhe zgjerimi i dijes time
rreth tyre. Në këtë temë unë do të bëj krahasimin e OSPF dhe EIGRP si dy protokole të
rrugëtimit.
Objektivat e kësaj teme janë:
•

Studimi i IP Rutimit

•

Studimi i protokoleve të rrugëtimit (Routing Protocols)

•

Analiza e këtyre protokoleve të rrugëtimit

•

Analiza më e hollësishme e OSPF dhe EIGRP
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4 METODOLOGJIA
Gjatë hartimit të këtij punimi diplome është shfrytëzuar një literature e mjaftueshme,
duke përfshirë 3 libra si burime primare, si dhe pastaj disa punime nga profesorë dhe akademikë
të ndryshëm të cilët i kanë publikuar ato punime në konferenca të ndryshme, një punim diplome
për shkallën master, si dhe janë vizituar shumë web-faqe për të marrë informacione rreth temës
në fjalë.
Për ta realizuar këtë punim diplome është përdorur kjo metodologji studimi:
•

Studimi i koncepteve të rutimit dhe protokoleve nëpërmjet shfletimit të literaturës së
gjerë e cila është përdorur për këtë punim diplome.

•

Arritja e përfundimeve përmes analizës së testimeve të ndryshme të cilat i kanë bërë
profesorët, akademikët si dhe studentët e ndryshem, më saktësisht analizat e
performancave të dy protokoleve të cilat janë krahasuar në këtë punim: OSPF dhe EIGRP.
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5 REZULTATET
5.1 Hyrje
Të dy protokolet kanë disa karakteristika bazike të përbashkëta siç janë: të dy e
mbështesin Variable Length Subnet Masks(VLSM) dhe Classless Inter-Domain Routing(CIDR),
të dy protokolet favorizojnë dërgimin e update-ve parcial, në vend të dërgimit të gjithë tabelës së
rutimit, në rastet kur ndodhin ndryshimet në topologji, me qëllim të zvogëlimit të trafikut të
rrjetës.Të dy protokolet janë të dizajnuar për konvergjencë të shpejtë, si dhe mbajnë rrugë
rezervë për në destinacion. [8]
Sidoqoftë, të dy protokolet përmbajnë karakteristika të veçanta, duke e bërë më të
vështirë zgjedhjen e njërit protokol mbi tjetrin. Kështu do të mundohemi të përmbledhim në disa
pika në vijim se cili protokol është më i përshtatshëm se tjetri, dhe cili protokol ka përparësi sado
të vogël ndaj tjetrit.
5.2 Fleksibiliteti i harduerit
EIGRP është në pronësi të CISCO-s dhe kështu mund të implementohet vetëm në
pajisje të CISCO-s, duke e rritur koston e buxhetit nëse kemi të bëjmë me një rrjetë të madhe.
Në anën tjetër OSPF, nuk është në pronësi të askujt dhe kështu mund të implementohet në pajisje
të secilit prodhues, që dmth. se OSPF është më fleksibil se EIGRP.
5.3 Njësitë matëse tek protokolet
Në rastet kur janë duke marrë vendime rreth zgjedhjes së rrugëve, EIGRP si njësi
matëse zakonisht e merr kombinimin e bandwidthit dhe vonesës si njësi matëse primare për
kalkulimet e rrugëve, ndërsa si opsionale EIGRP e merr edhe ngarkesën e linkut, besueshmërisë
dhe MTU. Në anën tjetër OSPF, për njësi matëse bazohet tek kosto nga burimi në destinacion, e
cila ka për bazë bandwidthin e linkut. Kështu, duke i marrë parasysh këto të dhëna arrijmë në
përfundimin se EIGRP e ka një përparësi në krahasim me OSPF, për arsye se EIGRP e
kontrollon trafikun duke u bazuar në një numër më të madh të njësive matëse se sa OSPF. [9]
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5.4 Konvergjenca e shpejtë e rrjetës në ndryshimet e topologjisë
Kur topologjia e rrjetës ndryshon, rrugëtimi i paketave nuk mund të bëhet në mënyrë
efektive, deri sa protokoli i ka llogaritur rrugët e reja.Në rastet kur ndërron topologjia, ë dy
protokolet dërgojnë vetëm të dhëna parciale, me të dhëna vetëm për ndryshimet në rrjetë.
EIGRP e përdorë DUAL algoritmin, ndërsa OSPF i zbulon ndryshimet duke i përdorë Hello
timers dhe ndryshimet në interfejs-a, të cilat shkaktojnë dërgimin e LSA-ve tek fqinjët. Një
numër i krahasimeve në rrjeta dhe topologji të ndryshme, kanë ardhur në përfundimin se EIGRP
është më e shpejtë se sa OSPF gjatë ri-llogaritjes dhe ri-zbulimit të rrugëve të reja. [10]
5.5 Shfrytëzimi i Bandwidthit
Avantazhi që EIGRP e ka në krahasim me OSPF është se, nëse bandwidthi është i
limituar, EIGRP e përdorë më mirë atë se sa OSPF .
5.6 Përshkallëzimi në rrjeta të mëdha
EIGRP është e dizajnuar për “flat networks”, ndërsa OSPF kërkon rutera me kapacitet të
lartë për të operuar në “flat networks” sepse tabela e rutimit do të përmbajë çdo nyje dhe kështu
të ketë nevojë për CPU dhe memorje të madhe. Po këto kërkesa mund të optimizohen dhe
zvogëlohen në mënyrë drastike, nga natyra hierarkike në të cilën është e ndërtuar OSPF.
Planifikimi dhe konfigurimi i kujdesshëm i zonave të OSPF mund ti zvogëlojë në masë të madhe
tabelat e rutimit, dhe kështu të rrisë shumë mundësinë për përshkallëzimin e rrjetës. Ky është një
avantazh i OSPF në krahasim me EIGRP [11].
5.7 Reduktimi i ngarkesës gjatë rutimit
Link State protokolet siç është OSPF janë më të komplikuar se sa Distance Vector
protokolet, dhe kështu krijojnë pak më shumë mbingarkesë tek bandwidthi, memorja dhe CPU
me qëllim të llogaritjes dhe ruajtjes të tabelave të rutimit. Kur përdoret në rrjeta të mëdha, dizajni
hierarkial i OSPF i jep një avantazh në krahasim me EIGRP, por kur përdoret në rrjeta të vogla
EIGRP ka performancë më të mirë se sa OSPF.
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5.8 Vështirësia e konfigurimit
OSPF kërkon konfigurimin e zonave të OSPF dhe këtu përfshihen disa lloje të zonave
siç janë: stubby areas dhe transit areas, dhe disa lloje të tjera të zonave. Kuptimi i diferencave si
dhe qëllimi i përdorimit të këtyre zonave e rrit vështirësinë e dizajnimit të OSPF. Në anën tjetër,
EIGRP është më e thjeshtë për t’u konfiguruar, duke kërkuar konfigurimin e vetëm adresave të
nyjeve dhe interfejsave. Duke i pasur parasysh këto, arrijmë në përfundimin se EIGRP është më
e lehtë për konfigurim se sa OSPF [10].
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6 DISKUTIME DHE PËRFUNDIME
Protokolet e rrugëtimit OSPF dhe EIGRP janë duke u përdorur shumë në rrjeta
kompjuterike. Kjo temë ka bërë krahasimet mes këtyre dy protokoleve duke u bazuar në
fleksibilitetin e këtyre dy protokoleve, njësitë matëse për llogaritjen e kostove nga burimi në
destinacion, kohën e konvergjencës tek të dy protokolet, shfrytëzimin e bandwidthit,
përshkallëzimin në rrjeta të mëdha, mbingarkesën , si dhe vështirësinë e konfigurimit.
Analiza e krahasimeve tregon se EIGRP ka përparësi ndaj OSPF në një numër të pikave
kyqe, por në anën tjetër ka mangësi tek natyra pronësore dhe shpenzimet.
OSPF është një nga protokolet më të famshme në dispozicion edhe pse EIGRP ka
avantazh në performancë dhe në kompleksitetin gjatë konfigurimit. OSPF ka përparësi në rrjeta
të mëdha, ku ndërtimi hierarkik i jep mundësi OSPF-it të rritë përshkallëzimin dhe i japin
përparësi në krahasim me EIGRP.
OSPF është më i vështirë për përdorim dhe implementim se sa EIGRP, për shkaqet e
cekura në kapitullin paraprak.
Sidoqoftë, ky është një rast klasik se “varet nga rasti”. OSPF mund të përdoret në rastet
kur jemi duke e ndjekur rrugën më të shkurtër nga burimi në destinacion, por edhe kjo nuk është
gjithmonë e saktë. Ndërsa EIGRP është më efektive kur kemi punë me pajisje të CISCO-s, si dhe
kur kemi nevojë për një rrjetë të thjeshtë [12].
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