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 論文の構成と学術論文の対応を，下図に示す。  
 
図 1.1 論文の構成と学術論文の対応 
 


























図 2.1 第三者検証の位置づけ 
 

























図 2.3 宇宙航空研究開発機構（JAXA）の第三者検証 
 











試験の他に，検証の深さによって図 2.4 に示す様々な検証手法を選択して実施している。 










図 2.4 有人宇宙システム（JAMSS）で実施する検証手法 
 
 13 / 95 
2.1.3 民生品システム製品の第三者検証の現状 
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2.3 民生品 IoT システム製品に対する第三者検証実施の課題 
2.3.1 本研究の位置づけ 

















図 2.5 民生品 IoT分野での第三者検証の提案 
 
図 2.6 民生品 IoTシステム製品に関する第三者検証の研究の目的 
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的な構成を図 2.7 に示す。図に示すように IoT システムは，(1)デバイス，(2)ゲートウェイ，
(3)クラウド上のアプリケーション，(4)制御端末という複数のサブシステムで構成される。
物理的(Physical)なデバイスと仮想的(Cyber)なクラウドの世界が，オープンネットワークイ









図 2.7 IoTシステムの構成 
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図 2.8 に示すように，民生品分野まで広がっている。このため，民生品 IoTシステム製品
分野では，第三者検証が必要であると考える。 
 














2.9 に，民生品 IoT システムの第三者検証を実施する場合の課題を示す。図中①は第三者検
証部門の維持のコストが発生することを示す。②は開発部門から検証部門への技術支援の 
 
図 2.8 民生品 IoTシステムの例 
 
































図 2.10 民生品 IoTシステム製品の第三者検証実施の課題 
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図 2.11  IoTシステム開発におけるプロトタイプの目的 
 
























イプの第三者的検証実施には図 2.12 に示した課題がある。 
 
図 2.12 IoTプロトタイプの第三者的検証実施の課題 
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図 2.13 研究課題 
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3.2.2 第三者検証でシステム製品の不具合箇所と原因を推定するための課題 
ハードウェアを対象とした第三者検証では，製品の設計検証に対応したプログラム
























れる。AADL(8)(Architecture Analysis & Design Language)エラーモデルは，システムの機能要
素間の故障状態の波及性をシミュレーションし，機能要素やインタフェース上の不具合を






























を(2)テスト対象 IoT システムへの入力データとする。(2)テスト対象 IoT システムを機能単
位にサブシステムへ分けて，サブシステム単位に処理結果の判定が可能となるように入出
 
図 3.2 検出障害の推定機能をもつ第三者検証方式 
 










(P1)検出した異常値から不具合箇所を切り分ける   
サブシステム間に設定したインタフェーストレースのモニタリング機能(4)を用いて，検
出された異常値からサブシステム連携の連鎖を遡って異常原因となるサブシステムを推定
する。これが不具合原因箇所の候補となる。図 3.3 では，サブシステム S3 の出力であるテ
スト結果が異常値(NG)を示している。サブシステム S3 の入力を調べると異常値(NG)を示し
ている。インタフェーストレースを遡って，サブシステム S3 の入力となるサブシステム S2
の出力を調べる。するとサブシステム S2 の出力結果が異常(NG)であることがわかる。さら
にサブシステム S2 の入力を調べると S2 の入力は正常(OK)である。サブシステム S2 の入力
は正常であり， S2 の出力結果が異常であることから， サブシステム S2 の処理あるいは動
作環境に不具合があると考えられる。この結果からサブシステム S2 が不具合箇所の候補と
なる。 







図 3.3 不具合箇所と原因の推定方式 
 



















表 3.1 不具合原因タイプ表 
  
 

























図 3.4 サブシステム間トレースと動作環境ログを組み込んだテスト環境 
 















表 3.2 製品の仕様範囲に着目した試験ケース 
 
 


















図 3.5 家庭電化製品の遠隔操作システム 
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3.4.2 検証対象 IoTシステム 
本手法の検証対象として，利用の効率性を考慮して上記デバイス遠隔操作システムと機能
及びシステム構成が同等と考えられる IoT/M2M (Machine to Machine)システム(9) (10)を第三者













図 3.6 IoTシステムテスト環境 
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ブシステムであり，デバイスとスマートホンは直接変更を加えることはできない独立した
サブシステムである。テストシステム規模として，１万世帯の遠隔操作要求は全世帯数の










て把握する。家電遠隔操作テストシステムにおいて，機能テストの ECHOENT Lite 必須コ
マンド確認試験ではゲートウェイとエアコンを実機同士で接続して，さらにタイムアウト
発生試験はデバイス側をシミュレータで実施している。性能テストでは１万台のゲートウ
ェイとスマートホンの接続について同時動作する台数を 1%の 100 台と想定して，ゲートウ
ェイとスマートホンそれぞれ 100 台の同時動作をシミュレータで実現し，実機とシミュレ
ータを組み合わせて環境との相互作用について検証する。デバイス本体に加えて，デバイ
スのシミュレータとして PC 上で動作する「えねっとくん」(13)（リコーIT ソリューション
ズ製）を利用。ゲートウェイとデバイス間の入出力インタフェーストレースを採取するツ
ールとしてオープンソースソフトウェア（以降 OSSと記載）であるWireshark(14)を利用。ゲ
ートウェイシミュレータとして PC 上で動作する OSS の JMeter(15)を利用。サーバ動作環境
について CPU・メモリ・LAN の負荷を CentOS 上の sysstat 機能を用いてログを採取し，ス
マートホンシミュレータとして PC 上で動作する OSS の JMeter を利用する。収集したトレ
ースおよびログデータを解析するツールとして OSSの JBento(16)を用いる。 
3.4.3.2 テストケースの設定 
M2Mプロトタイプテストで実施する機能試験と性能試験について，家電遠隔操作テスト
システムのテストケース表 3.3 に示す。 





  機能試験で考慮すべき仕様は，スマートホンとゲートウェイ間の TCP/IP(HTTP/HTTPS)
プロトコル，およびゲートウェイとデバイス間の ECHONET Lite プロトコルとWiFi プロト
コルである。 
 










  <ResponseAssertion guiclass="AssertionGui" 
testclass="ResponseAssertion" testname="アサーショ
ン/応答コード=200" enabled="true"> 
 図 3.7 JMeter による入力データ 
 
 (２) 性能試験  製品仕様の範囲内の値に基づくテストケースとして，表 3.3 の表中






















表 3.3 テストケース 
 
 













3.5.1.1 NG(1)機能試験の ECHONET Lite で未定義のタイムアウト値設定時の不具合 
この試験ケースでは，インタフェースの弱点試験として ECHOENT Lite で規定されてい
ないデバイスからの応答タイムアウトの扱いに着目し，デバイスシミュレータの応答時間
を 5秒に設定した。不具合箇所の推定手順を表 3.5 の行 NG(1)に示す。      
(１)  (P1)インタフェーストレース上の不具合箇所検出  
ゲートウェイでデバイスが認識できないという試験結果が検出された。ゲートウェイと
デバイス間の入出力インタフェーストレースを Wiresharkで採取し，ECHONET Lite プロト 
 
表 3.4 テスト結果とモニタリングデータ 
 
 











表 3.5 不具合発生箇所と原因の推定プロセス 
 
 図 3.8 ゲートウェイとデバイス間のインタフェーストレース 
 
 35 / 95 




(３)  (P3)不具合原因を推定   










3.5.1.2 NG(2)機能試験の ECHONET Lite 必須コマンド操作時の不具合 
この試験ケースでは実際のデバイスを接続して，フマートホンからゲートウェイ経由で
デバイスに対して必須コマンドの操作ができることを検証した。不具合箇所の推定手順を
表 3.5 の行 NG(2)に記述する。      




ゲートウェイとデバイス間のインタフェーストレース図 3.9 に示す。 
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数の設計値 50 を超えて 100 台まで接続し測定する。不具合箇所の推定手順を表 3.5 の行
NG(3)に記述する。   
(１) (P1)インタフェーストレース上の不具合箇所検出  
スマートホンシミュレータ(JMeter)とインターネット間の入出力インタフェーストレース
をもとに，オープンソースプログラムの解析ツール（JBento）を用いて応答性能をグラフ化
し，スマートホンとデバイス間のインタフェーストレース図 3.10 に示す。 
グラフの横軸に同時接続デバイス数を，縦軸にデバイスからスマートホンへの応答時間
を示している。このグラフからレスポンスタイムについて，スマートホンによるデバイス
の同時制御で 50 台を超えて 100 台までの同時動作時の応答性能を把握する。その結果とし





 図 3.9 ゲートウェイとでデバイス間のインタフェーストレース 
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(２)  (P2)障害現象を推定  
応答性能が目標値を超えるという表中の処理遅れという異常値は，イベント処理の遅延
という障害現象であると対応付ける。 
(３)  (P3)不具合原因を推定  スマートホン制御アプリケーションとデバイス制御ア
プリケーションの動作環境ログ(sysstat)をもとに，性能に関係するリソースとして CPU， Java
メモリ管理， LANの各負荷状況について解析ツール（JBento）を用いてグラフ化し，図 3.11
アプリケーション制御環境ログ情報に示す。図 3.11 は，横軸は同時接続デバイス数を，縦 
 
図 3.10 スマートホンとデバイス間のトレース 
 
図 3.11 デバイス制御アプリケーションの環境ログ 
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軸はサーバ CPU 負荷率を示している。このグラフからデバイス数 90 台を超えた時点で
M2A000596(デバイス制御アプリケーションサーバ)の CPU 負荷が 75％を超えてアプリケー
ションの動作が遅くなることが推定できる。 
  サーバの性能に関係する値として CPU 負荷の他に LAN 負荷と Java メモリ使用量があ
り，これらを，図 3.12 システムリソース負荷情報に示す。 
図 3.12 (a)は横軸に時刻縦軸に単位秒当りの受信データのバイト数を示している。サーバ
の LANの負荷は最大で 80KByte/sec であり，LAN の最大通信速度性能は 100Mbps であるこ
とから LANの負荷は 0.8％であり問題ないことがわかる。図 3.12 (b)は横軸に時刻を，縦軸
に JavaVMのヒープメモリの使用量を示している。グラフからヒープメモリは取得と開放を
繰り返しており問題ないと判断できる。図 3.12 (c)は横軸に時刻を縦軸に JavaVM のフル GC
の発生によるフルGCに要した時間を示している。グラフから JavaVMの FullGCの発生は，
 
図 3.12 システムリソースの負荷状況 
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化し，図 3.13 スマートホンとデバイス間のインタフェーストレースに示す。 
グラフの横軸に同時接続デバイス数を，縦軸にデバイスからスマートホンへの応答時間
を示している。このグラフからデバイス接続数 50 の応答性能は目標値 5 秒を超える異常値
として，処理遅れが検出されていることがわかる。異常値発生の原因の箇所はスマートホ
ンとクラウド上のサーバ間にあると推測する。 
(２) (P2)障害現象を推定   
応答性能が目標値を超えるという表中の処理遅れという異常値は，イベント通知の遅延
という障害現象であると対応付ける。 
(３) (P3)不具合原因を推定   
スマートホン制御アプリケーションとデバイス制御アプリケーションの動作環境ログ
(sysstat)をもとに，性能に関係するリソースとして CPU， Java メモリ管理， LAN の各負荷
状況について解析ツール（JBento）を用いてグラフ化し，デバイスコントロールサーバ環境
ログ図 3.14 に示す。 
 
図 3.13 応答時間 
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図 3.14 は，横軸は同時接続デバイス数を，縦軸はサーバ CPU負荷率を示している。グラ










不具合推定手法の評価を，表 3.6 評価結果概要に示す。 








 図 3.14 デバイスコントロールアプリケーション環境ログ 
 




不具合推定結果が不十分である結果となった， 表 3.6 中の(1)①ECHOENT Lite 必須コマ
ンド操作テストおよび(2)①目標性能確認テストについて，その原因を考察する。 









同で行った結果，ゲートウェイが Get 要求している ECHONET Lite のプロパティ定義の一つ
であるデバイス識別子に対して，デバイスが否定応答していることが判明した。デバイス
識別子は必須プロパティでないため，不具合原因は表中(b)インタフェース不一致と確定し，
ゲートウェイから Get 要求を発行しないよう修正後テストを継続した。 






表 3.6 評価結果概要 
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3.6.4 ミッションクリティカルな分野に適用される検証の手法との比較 
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図 3.15 研究の成果 
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4. IoT プロトタイプの開発者による第三者的検証方式 














































 (２) ハザード対策： 想定されるハザードへの対策が取られているか否かを検証する。 
(３) 拡張容易性： プロトタイプから製品版への追加開発における，拡張の容易性を評
価する。 















図 4.1 IoTシステムの構成 
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4.2.2 プロトタイプの第三者的検証  




























4.3 IoT プロトタイプの第三者的検証方式の提案 
4.3.1 プロトタイプ検証方式  














4.3.1.2 検証方式の実施手順  
IoT プロトタイプに対して第三者的検証を行い，製品完成までに行うべき開発項目を検出
 
図 4.3 プロトタイプの第三者的検証手順 
 
図 4.2 プロトタイプの第三者的検証の概要 
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図 4.4 プロトタイプシステムのテスト環境 
 






4.3.2 プロトタイプ検証の検証項目  
4.3.2.1 仕様達成度検証項目   
仕様達成度の検証項目は，問題点を早めに検出するというプロトタイプの目的に合わせ
て基本的な実装アルゴリズムの確認項目である，機能と性能およびセキュリティ対策とす
る。仕様達成度の検証の観点とテストケースを表 4.1 に示す。 
表中(a)機能テストの観点に対して，機能操作・インタフェース上の弱点・障害回復の 3
種類のテストケースを設定する。(b)性能評価は，目標性能達成，限界性能測定，長時間走
行の 3 種類のテストケースを設定する。(c)セキュリティ対策については，IoT の一般的構成
に対応したセキュリティ(7)の脅威とその対策をテストケースとする。IoT の一般的構成に対
応したセキュリティの脅威は，デバイスの盗難からネットワーク上のデータの盗聴・改竄，







表 4.1 機能達成度検証の観点 
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4.3.2.3 ハザード対策検証項目   
ミッションクリティカルな分野における事故モデルおよび安全解析手法として




ンポーネントとして，コンポーネントおよびコンポーネント間の相互作用を図 4.5 に示す。 
図 4.5 の(a)から(i)に対応する，コンポーネント間の相互作用が正常に働かなくなるハザー
ドの誘発要因を表 4.3 に示す。 





表 4.2 拡張容易性の評価項目 
 
 

















ある AWSIoT(Amazon Web Service IoT)(13)を利用した。 
 
 
図 4.5 IoTシステムの典型的な 
コントロールストラクチャ 






















(2)ゲートウェイは PCをベースに Processing(16)上で動作する Javaアプリケーションを用いて
ZigBee 通信を介して 10 秒間隔でデバイスのセンサーデータを採取する。採取したデータは




図 4.6 水耕栽培プロトタイプシステムの構造 
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て MQTT プロトコルで(4)制御端末へ送信するとともに，温度センサーの値が閾値を超える
と緊急クーラ起動の指示を(4)制御端末へ送信する。制御端末は PC をベースに構成し，






表 4.4 製品とプロトタイプの仕様比較（水耕栽培） 
 
―   ： 未実装 
〇 ： 実装 
△ ： 一部実装（センサーのみ） 
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4.4.2 害鳥駆除 UAVプロトタイプ 









4.4.2.2 プロトタイプの機能   









(1-3)UAV発進装置を用いて ISM (Industry-Science-Medical)Bandで接続した (1-1)UAV
を発進する。UAVは搭載したセンサーで，高度・GPS・温度気圧，さらに UAVロータ停 
 
図 4.7 鳥獣駆除 UAV（ドローン）プロトタイプシステム構造 
 






回開発した害鳥駆除 UAVプロトタイプの仕様を製品仕様と対比させて表 4.5 に示す。表中
(A)は製品の要件定義仕様，(B)はプロトタイプで実現している機能を示す。 
 
表 4.5 製品とプロトタイプの仕様比較 （害鳥駆除 UAV） 
 
― ： 未実装 
〇 ： 実装 
△ ： 一部実装 
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4.5 テスト結果と評価および考察 
4.5.1 水耕栽培プロトタイプのテスト結果と評価   

























プを図 4.8 に示す。 
 
図 4.8 コントロールループ（水耕栽培） 
 






冷房が期待どおり機能しないというハザードが発生する UCA(Unsafe Control Action)条件を




どおり動作しないというハザードの発生原因(HCF：Hazard Causal Factor) と，発生させるテ







表 4.6 緊急冷房が期待通りに機能しないUCA条件 
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実装面での評価が低い。ゲートウェイは PC ベースであることから，製品版にするには CPU






表 4.7 HCF(ハザード発生要因)テストケース（水耕栽培） 
 
表 4.8 テスト結果（水耕栽培） 
 
 




4.5.2 害鳥駆除 UAVプロトタイプのテスト結果と評価   















4.5.2.2 ハザード対策検証項目   




した。害鳥駆除 UAVの緊急着陸制御のコントロールループを図 4.9 に示す。 
 
図 4.9 コントロールループ(害鳥駆除 UAV(ドローン)) 
 





待どおり動作しないというハザードが発生する UCA 条件を抽出する。表 4.9 に安全でない
コントロールアクションUCA1-(1)からUCA3-(3)までの 4種類のハザードが発生するコント
表 4.9 UCA条件（ドローンの緊急着陸） 
 
表 4.10 HCF(ハザード発生原因：ドローン) 
 
 










4.5.2.3 検証結果の評価と製品完成までの距離算出   
仕様達成度評価テストと拡張容易性，およびハザード対策テストケースを実施した結果









4.5.3考察   
本論文で提案した IoT プロトタイプシステムの第三者的検証方式を，水耕栽培プロトタイプ





表 4.11 テスト結果（ドローン） 
 
 



























































図 4.10 研究の成果 
 
 66 / 95 
















例えば、AADL (Architecture Analysis & Design Language) (1)や,事故原因の解析手法である
STAMP(System Theoretical Accident Model and Processor) 
(2)(3)の手法に基づいて、設計時点で
発生が予想される事故要因を解析する設計手法である STPA(2)(3)などが適用されている。












































図 5.1 製品開発の方向付け 
 






断に基づいて行う。これには，問題解決型意思決定手法の一つである AHP(Analytic Hierarchy 
Process)
(9)(10)を用いる。AHP は製品の品質分析手法としても利用が報告されている(11)。プロ




上記 3 項目の評価基準に対して IoT 製品の検証という観点から，AHP の一対比較を行っ
た結果の重みベクトルを表 5.1 に示す。表中λmax は一対比較マトリックスの最大固有値を
示す。C.I.(Consistency Index)は整合度指数を示し、0.1 以下であることから、AHP 行列の整
合性に問題はないことを示している。 
次に，3 項目の試験の観点に基づいて行った検証結果を，評価基準に対する評価水準とし
て「良い，普通，不十分」という 3 段階に分け，AHP の一対比較を行った結果の重みベク




表 5.1 評価基準の一対比較の重みベクトル 
 
表 5.2 評価水準の一対比較の重みベクトル 
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AHP で用いる代替案を，製品とプロトタイプの 2 種類として，代替案間での比較に関し
て絶対比較を用いる。製品とプロトタイプの評価を，3 つの評価基準について実施した検証
結果を表 5.2 の評価水準を用いて評価し，総合評価値を求める。 
 
この手順を表 5.3 を用いて説明する。表 5.3(a)(1)に示すように，製品は全ての評価基準に
対して「良い」が当てはまる。プロトタイプについては，各評価基準に対するプロトタイ
プ試験結果を評価水準に従い判定し「良い，普通，不十分」の結果を求める。判定した評
価結果から表 5.2 の評価水準に対応した「良い，普通，不十分」の重みベクトル値 ELev(x), 
Elev(y), ELev(z)を得る。表 5.3 (a)(2)プロトタイプの行には「良い」の重みベクトル値(0.627)
で割り正規化した値(x),(y),(z)を入れる。この結果に表中(3)に示す各評価基準の重みを掛け








表 5.3 絶対評価の手順 
 
 




















明確化する項目はつぎの 2 項目である。 
(a)利用目的の明確化 
(b)実現方式の明確化 




図 5.2 製品仕様の明確化 
 











操作記録の作成を依頼する。操作記録の項目を表 5.4 に示す。 
2. 評価結果（インタビュー記録作成）：まず「何を教えて欲しいか」テーマをユーザに











表 5.4 操作記録項目 
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表 5.5 製品とプロトタイプの仕様比較（水耕栽培 A） 
 
―   ： 未実装 
〇 ： 実装 
 
図 5.4 水耕栽培プロトタイプシステム構成（A） 
 






テスト結果の数値評価を行うために，表 5.6 のテスト結果を，表 5.7(1)に示すテスト結果
の欄に記入し，(2)に評価水準に従った評価結果を記入する。水耕栽培の場合の評価水準を，
評価者の経験値から合格率が 95%以上のものを良好 Good，75%以上を普通 Average，それ
以下を不足 Ugly と設定した。(1)の機能達成度の試験合格率は 55/60=0.917 であるので，(2)
の評価結果は普通と判定される。(2)の評価結果に重み付けを行い「良い」の値で割り正規
化した結果を(3)に示す。この値に(4)評価基準の重みづけを掛けた結果を(5)評価点に示す。




表 5.6 テスト結果（水耕栽培 デバイス A） 
 
表 5.7 総合評価結果（水耕栽培 デバイス A） 
 
 











図 5.5 水耕栽培プロトタイプシステム構成（B） 
 
表 5.8 製品とプロトタイプの仕様比較（水耕栽培 B） 
 
―   ： 未実装 
〇 ： 実装 
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この結果，表 5.10 に示す次の 3 つの利用目的とそれに対応した実現方式を明確にした。 
(1)水位自動調整機能をもった自動潅水機能により、ユーザの水位観測誤りを防止できる。
（2）送風 FAN により室温を均一にすることができる。 (3)Web カメラのデータを日単位
で保存することで、過去の生育状態の確認ができる。 
 
5.3.2 害鳥駆除 UAVプロトタイプ 





表 5.9 プロトタイプの操作記録（水耕栽培 デバイス（B)) 
 
表 5.10 ユーザ評価結果から得られた利用目的と開発機能 
 
 





の構成を図 5.6 に示す。 
(1-2)は固定設置された監視カメラで，害鳥の出現を検出する。検出した画像は(3)サーバ
へ送信され，アプリケーションを用いて操作員が持つ(4)制御端末へ害鳥の検出を通知する。
通知を受け取ると操作員が(1-3)UAV 発進装置を用いて (1-1)デバイス UAV を発進させる。
(1-1)UAVは予め設定されたルートを周回飛行して戻ってくる。UAVは搭載したセンサーで
高度・GPS 情報・温度気圧を（2）ゲートウェイ経由で（3）サーバへ情報を送る。今回開




図 5.6 鳥獣駆除 UAV（ドローン）プロトタイプシステム構造 
表 5.11 プロトタイプと製品の仕様比較（害鳥駆除 UAV(ドローン)） 
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 5.3.2.2 検証結果に基づく製品完成までの距離の算出 
仕様達成度評価テストと拡張容易性，およびハザード対策テストケースを実施した結果




テスト結果の数値評価を行うために，表 5.12 のテスト結果を，表 5.13 (1)に示すテスト結
果の欄に記入し，(2)に評価水準に従った評価結果を記入する。 
UAVの場合の評価水準を，評価者の経験値から合格率が 95%以上のものを良好Good，80%





表 5.12 テスト結果（害鳥駆除 UAV(ドローン)） 
 
表 5.13 総合評価結果（害鳥駆除 UAV(ドローン)） 
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5.3.2.3 害鳥駆除 UAVプロトタイプに対する第三者的検証による製品仕様の確定 
限定ユーザが UAVの操作実施時に記録した害鳥駆除 UAVの操作記録表を表 5.14 に示す。 
この表をもとに，操作回数の多い項目，目視項目，手動操作，害鳥駆除の結果について，
実施日を指定して，何を行ったかを最初の質問項目として選択しインタビューを実施した。
この結果，表 5.15 に示す次の４つの利用目的とそれに対応した実現方式を明確にした。 
(1)カラスの認識率に合わせて監視カメラを増設することで、カラスの誤認識を減少させ





表 5.14 プロトタイプの操作記録（水耕栽培 デバイス（B)) 
 
表 5.15 ユーザ評価結果から得られた利用目的と開発機能 
 
 




(４) 製品完成までの距離  検証結果の数値化に用いた AHP は複数の候補(代替案）に
対して優先付けを行う手法であるが，今回は評価基準と評価水準の重みづけを IoT 製品の検
証という観点から行い，検証対象のプロトタイプと製品の２つを挙げ，AHP 絶対評価を行
った。<5.3.1>水耕栽培プロトタイプ(A)では 37%の距離，<5.3.2>害鳥駆除 UAVでは 80%の
距離という数値が得られた。害鳥駆除 UAVプロトタイプはこのまま製品開発の継続が可能
という検証結果となり，水耕栽培プロトタイプ(A)ではこのまま製品版への開発を継続する


















2. 害鳥駆除 UAVプロトタイプ 
(1) 監視カメラの 10 台制御について、カラスの認識率に合わせてカメラを増設可能とする
機能を実現している。 

















































図 5.7 研究の成果 
 


























































図 6.1 研究の成果 
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