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Kajian ini dijalankan bertujuan untuk memahami bidang forensik komputer yang 
sedang hangat diperkatakan sebagai konsep keselamatan komputer.  Forensik komputer 
telah menjadi bidang yang penting kepada pihak penguatkuasa undang-undang bagi 
membawa penjenayah komputer dan siber ke muka pengadilan.  Pada masa kini jenayah 
yang dilakukan oleh penjenayah bukan sahaja bersifat fizikal seperti merompak, 
membunuh, mencuri dan sebagainya.  Malah pada masa sekarang, komputer dijadikan 
alat untuk melakukan sesuatu jenayah.  Forensik komputer diperlukan bagi mengesan dan 
mendapatkan bukti jenayah tersebut.  Antara kaedah yang sering digunakan oleh 
penganalisis forensik bagi mendapatkan bukti adalah melalui kaedah forensik cakera.  
Kaedah forensik cakera  ini dilakukan menerusi  teknik  imbasan  cakera.  Kajian yang 
dijalankan bertujuan untuk mendapatkan fail atau data yang telah dipadam dari komputer 
dan kemudian dipulihkan.  Objektif kajian ini adalah untuk mengetahui bagaimana data 
yang telah dipadam tersebut dapat dipulihkan dan kemudiannya dijadikan bahan bukti 
jika terdapat unsur-unsur jenayah di dalamnya.  Satu prototaip sistem pemulihan data 
akan dibangunkan bagi mengimplementasikan kaedah dan teknik yang dijelaskan di 













 The purpose of this study is to understand the field of computer forensics that has 
been discussed lately through the computer security concept.  Computer forensics is an 
important field for law enforcement agencies because it can be used to bring computers 
or cyber criminals to court. At this moment, crime does not only involve the physical-
based crimes such as robbery, killing, stealing and others, but also involve computers as a 
medium in doing crime.  Computer forensics is needed to determine and detect evidence 
of computer crime.  Methods being used by forensic analysts today are to gather the 
evidence by using disk forensic. One of these techniques is through data recovery. This 
study has been done to recover deleted files or data from a computer.  The main objective 
of this study is to determine how the data or file that has been deleted can be recovered 
and then to determined whether it is evidence or not.  A recovering system prototype has 
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Sejajar dengan perkembangan dunia IT yang semakin pesat membangun pada 
masa kini, pelbagai aplikasi dan perisian telah dibangunkan bagi menyokong keperluan 
hidup manusia yang semakin rumit.  Bagi mereka yang mengambil jalan mudah untuk 
berjaya, komputer telah dieksploitasi dan disalahgunakan bagi merealisasikan matlamat 
itu.  Maka wujudlah kes-kes jenayah komputer seperti penjualan maklumat organisasi, 
capaian bahan lucah, perisikan dan lain-lain lagi.   
 
 
Sejak kebelakangan ini, jenayah komputer semakin berkembang kesan dari 
perkembangan ICT yang menyeluruh di seluruh dunia.  Selain itu jenayah ini semakin 
berkembang kerana komputer amat mudah untuk didapati dan harganya adalah amat 
murah berbanding 20 tahun dahulu.  Bagi mengatasi masalah yang semakin meruncing 
ini, organisasi bukan kerajaan di seluruh dunia telah menubuhkan organisasi-organisasi 
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