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Система безопасности предприятия — комплекс целенаправленных 
правовых и организационных действий, направленных на прогнозирование, 
недопущение возникновения  реальных рисков, угроз  интересам 
предприятия, а также минимизацию фактических убытков и затрат 
вследствие их возникновения. 
Целью создания системы безопасности предприятия является 
предотвращение негативного воздействия угроз и их последствий 
 различного характера, формирование у персонала заранее определенного 
поведения, обеспечивающего безопасное функционирование предприятия в 
условиях существования потенциальных угроз. 
Общая цель может детализироваться по следующим основным 
направлениям: экономическая безопасность; информационная безопасность; 
компьютерная, сетевая безопасность; идеологическая безопасность; правовая 
безопасность; корпоративная безопасность; административная безопасность; 
кадровая безопасность; физическая безопасность. 
Предметом деятельности системы безопасности  являются 
целенаправленные действия, направленные  на исключение, либо прямое 
противодействие непрогнозируемым либо  прогнозируемым  угрозам 
различного характера и минимизацию ущерба жизни, здоровью персонала и 
собственников, структурам и процессам управления, корпоративным правам, 
материальным и нематериальным активам предприятия, финансовым и 
информационным объектам, его договорным обязательствам при 
непредвиденном или непредотвращенном воздействии угроз. 
Суть разработки содержания системы безопасности состоит в 
определении: 
а) объектов безопасности, их структуры и целей их обеспечения; б) 
субъектов опасности, их структуры и характера угроз, создаваемых ими; в) 
состава субъектов безопасности их структуры  цели деятельности, 
полномочия; г) состава и структуры организационной и инженерно-
технической подсистем системы обеспечения безопасности и регламента их 
функционирования во взаимодействии с другими субъектами 
управленческой и производственной деятельности и при обеспечении их 
деятельности. 
Перечень самых основных положений, которые могут быть отражены в 
системе безопасности в объеме и детализации, соответствующих характеру 
его внешней и внутренней среды: защита документированной и 
компьютерной информации своей организации и отдельно коммерческой 
тайны с учетом методов разведывательной деятельности в 
предпринимательстве, возможных источников информации во внешней и 
внутренней среде и обстоятельств доступа к ним;контроль передвижения и 
доступа посторонних лиц на предприятии;снижение риска от вооруженных 
нападений (ограблений) и вымогательств;противодействие опасности от 
организованной преступности;предотвращение (пресечение) агентурной 
деятельности внутри своей организации;безопасность от мошенничества в 
деловых отношениях;безопасность в чрезвычайных ситуациях техногенного 
и природного происхождения;безопасность от «заказной» незаконной 
деятельности правоохранительных и контролирующих органов;и прочие. 
Система безопасности должна содержать изложение необходимых задач 
или мер в данной сфере, полученных на основе действующей концепции 
функционирования предприятия. Эта основа необходима чтобы обеспечить 
соответствие организационной структуры предприятия и организационной 
структуры системы безопасности данного предприятия, соответствие 
содержания и процессов хозяйственной деятельности и деятельности в сфере 
безопасности. Необходимость такого соответствия следует также из того, что 
предприятие играет системообразующую роль в образовании угроз, что и 
требует адекватной им системы обеспечения безопасности. Характер 
изложения должен обеспечивать точную, подробную и последовательную 
разработку методов применения мер безопасности к решению практических 
задач хозяйствующего субъекта. 
Условием реализации системы безопасности является четкая 
структурированная система подчиненности — иерархии должностных лиц 
предприятия, без которой невозможно реализовать систему безопасности. 
Процесс обеспечения экономической безопасности предприятия, 
построенный на основе анализа негативных факторов и угроз, мер по 
управляемости существующих объективных рисков, рассматривается как 
процесс реализации комплекса мер по их предотвращению, либо 
минимизации потерь от их воздействия, по различным аспектам финансово-
хозяйственной деятельности организации. Именно минимизация потерь, 
либо полное предотвращение ущербов, в первую очередь прогнозируемых и 
потенциально вероятных, а также очевидно угрожающих финансовому 
благосостоянию промышленных предприятий, составляет эффективность 
мер по обеспечению экономической безопасности предприятия. 
Итоговым этапом оценки текущего уровня обеспечения финансовой 
безопасности предприятия является комплексный анализ целесообразности 
реализованных мероприятий по предотвращению ущербов и минимизации 
потерь и влияние эффективности мер на уровень прибыли (дохода) 
промышленного предприятия. Одним из важнейших факторов обеспечения 
эффективности функционирования системы безопасности предприятия 
является, оптимизация расходов финансовых ресурсов на ее обеспечение. 
В целом модель экономической безопасности предприятия должна 
представлять собой основные принципы и направления реализации 
мероприятий на различных уровнях хозяйственной деятельности 
предприятия. Реализация задач  возможна при  условии организованной 
деятельности не только администрации но и всего персонала,  привлекаемых 
экспертов и специалистов, основанной на принципах законности, 
соблюдения баланса интересов личности,  и работодателя  взаимной 
ответственности персонала и руководства. Наибольшая эффективность 
действующей системы обеспечения экономической безопасности 
предприятия и,  в первую очередь, безопасности финансовых ресурсов может 
быть достигнута при условии объединения в единый,  целостный механизм 
средств, методов, которые в совокупности в состоянии обеспечить 
безопасность, сохранить и эффективно использовать финансовые, 
материальные и информационные ресурсы. 
 
