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V diplomski nalogi je predstavljeno upravljanje naročnikov med gostovanjem v tujem mobilnem 
omrežju s tehničnega vidika in kakšni so razlogi za takšno početje. V nalogi sem opisal dve metodi, ki 
se ob tem uporabljata ter izvedbo v podjetju Si.mobil, kjer sem tudi zaposlen. 
V začetnem delu sem omenil, kateri so potrebni predpogoji za mobilno gostovanje in katere tipe 
gostovanj poznamo. V tem delu so predstavljeni komercialni in tehnični procesi, kot so Pogodba o 
gostovanju, popustih, medomrežna povezljivost, ponujene storitve med gostovanjem ter njihovo 
obračunavanje, torej postopki, ki so potrebni, preden sleherno mobilno omrežje ponudi gostovanje 
svojim naročnikom in omogoča gostovanje naročnikom partnerskega omrežja. 
V nadaljevanju pišem o osnovni strukturi mobilnega omrežja in njenim delovanjem. Poudarek je na 
signalizaciji, saj nam bo poznavanje le-te koristilo za razumevanje upravljanja gostovanja v tujini. 
Predstavljena je arhitektura signalizacijskega sistema SS7 in njen protokolni sklad ter SS7 protokoli, 
ki služijo za delovanje mobilnega omrežja, kot npr. MTP, SCCP in MAP. 
Osrednji del je namenjen podrobnejšemu opisu delovanja dveh tipov preusmerjanja, signalizacijsko 
osnovanega SoR ter načina z uporabo t. i. storitve po zraku OTA. Navajam katera GSMA priporočila 
moramo ob implementaciji določenega mehanizma upoštevati ter katere so prednosti in slabosti 
posameznega tipa preusmerjanja. V tem delu predstavim praktični primer komercialnih modelov, ki so 
ključni faktor pri odločanju in postavljanju strategije naših uporabnikov v gostovanju. 
V tretjem, zadnjem poglavju, je predstavljen praktičen primer realizacije upravljanja v podjetju 
Si.mobil. Namen tega je pokazati, kako spremljamo uspešnost preusmerjanja in kateri so ključni 
kazalci, ki jih moramo upoštevati, ter njihov pomen. Navajam tudi, kako se ti kazalci spreminjajo 
glede na naše nastavitve. 
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The thesis presents managing steering of roaming subscribers in foreign mobile networks from 
technical and commercial point of view. At first, we present two kinds of mechanisms which are used 
for steering purposes. Next we will get familiar with practical execution of steering of roaming in 
company Si.mobil. In the initial part we explain what the prerequisites for execution of steering of 
roaming are. These include the commercial and technical procedures, like Roaming agreement, 
Discount agreement, interconnection, roaming services and billing procedures, basically all the 
processes which are needed for offering the roaming service to own customers and enable roaming of 
customers of our roaming partner. Next section is dedicated to basics of mobile networks and its 
functionalities. Main focus in this section is on signalization, since its understanding is needed for 
steering of roaming. Within signalization we illustrated the architecture of signaling system number 7, 
its protocol stack and protocols, which are the support for mobility in mobile networks. The trigger 
protocols for mobility are SCCP and MAP.  
Main part covers the detailed picture of how technically the two types of steering works; the signaling 
based SoR and over-the-air steering OTA. Both approaches have to take into consideration their 
official PRD documents when implementing the steering solution. We also presented the key decision 
factor when adopting a roaming strategy for our outbound subscribers.  
In the third, last chapter, we analyzed a practical case of steering in the Si.mobil company. Key 
performance indicators which have to be complied when monitoring the steering service and roaming 
quality are presented. How the key performance indicators are influenced by our requests on steering 
platform is explained in last part of this section.  
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Telekomunikacije so ena najhitreje rastočih vej današnjega gospodarstva sleherne države. Prehodile so 
dolgo pot od dimnih signalov in signalnih zastavic do sodobnih telekomunikacijskih satelitov ter 
nenazadnje medmrežja. Taka evolucija telekomunikacijske tehnologije je vedno določala in hrati 
spreminjala način, kako ljudje komuniciramo. 
 
Beseda telekomunikacije je sestavljanka iz grške besede tele- (τηλε), ki pomeni »oddaljen«, in latinske 
besede communicare, katere pomen je »deliti«.1 Iz tega lahko izpeljemo preprost izraz; komunikacija 
na daljavo. 
 
Namen telekomunikacij je pošiljanje sporočila od točke do točke s pomočjo komunikacijskega medija, 
imenovanega kanal. Prejeto sporočilo se na vmesni poti ne sme izgubiti ali spremeniti do te mere, da 
je na prejemnikovi strani nerazpoznavno, kajti potemtakem je le-to neuporabno. 
V diplomski nalogi se bom omejil na mobilne telekomunikacije in njeno največjo prednost, mobilnost. 
Mobilnost v smislu zmožnosti uporabnika, da telekomunikacijsko napravo uporablja kjerkoli, doma ali 
v tujini, in pri tem ohranja enak nivo storitev. To se z drugimi besedami imenuje mednarodno mobilno 
gostovanje (angl. International Roaming).  
Namen diplomske naloge je predstavitev upravljanja prometa v mobilnem gostovanju SoR. Cilj 
upravljanja z mobilnim gostovanjem je, kako čim več domačih mobilnih uporabnikov preusmeriti na 
partnersko mobilno omrežje. Upravljanje z gostovanjem je možno samo v tisti državi, v kateri ima 
domač ponudnik sklenjeni vsaj dve pogodbi o gostovanju.  
 
Domač ponudnik ima torej možnost zagotavljanja gostovanja v vseh tujih mobilnih omrežjih, vendar 
bo preusmeril uporabnike na partnersko, s katerim ima dogovor o najboljši medoperaterski tarifi. 
Domače mobilne uporabnike preusmerimo na partnersko mobilno omrežje tako, da zavračamo prijave 
v nepartnersko omrežje oz. onemogočamo njegovo uporabo. Namen zavrnitve prijave v tuje mobilno 
omrežje je omogočiti uporabniku, da gostuje na partnerskem mobilnem omrežju. Obstaja več načinov, 
kako preusmeriti uporabnika in promet k želenemu mobilnemu omrežju. Najpogosteje uporabljamo 
signalizacijo, nekoliko manj »OTA: over the air«, nemalokrat pa kombinacijo obeh. Pri metodi OTA 
si bomo pogledali, kako brezžično omogočamo prenos seznama partnerskih oz. nepartnerskih omrežij 
po zraku. 
 
                                                          
1
New Oxford American Dictionary (druga izdaja, 2005)  
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V posameznih poglavjih se bomo seznanili z osnovami GSM za razumevanje samega delovanja načina 
zavračanja prijave s pomočjo signalizaciije, dotaknil pa se bom tudi načina »OTA«. 
 
V diplomski nalogi bom predstavil primer, ki ga izvaja podjetje Si.mobil za svoje naročnike v tujini. 





1 Zagotavljanje mobilnega gostovanja 
 
Že od samega obstoja mobilnih omrežij se je pojavljala potreba po izkoriščanju večjih potencialov, ki 
bi jih lahko ponujali uporabniku z uporabo mobilnega telefona v tujini. Ob tem ne zanemarimo 
dejstva, da je za tujega mobilnega operaterja dobičkonosen posel, ko tujec gostuje v njegovem 
omrežju. 
V telekomunikacijah je mobilno gostovanje splošen izraz za razširljivost delovanja domačih mobilnih 
storitev v tujini. Mobilno gostovanje je opredeljeno v dokumentu organizacije GSMA2, ki jo 
združujejo mobilni operaterji ter povezana podjetja/družbe, katerim skupni interes je podpora 
standardizaciji, uvajanja in razvijanja sistema GSM. Dokument ima naslov  PRD AA.39, imenovan 
WLAN/GSM Roaming User Scenarios, in določa gostovanje kot zmožnost oddajanja in sprejemanja 
klicev, pošiljanja in prejemanja kratkih sporočil ter prenos podatkov v omrežju tujega ponudnika 
mobilne telefonije.  
Poznamo nacionalno in mednarodno mobilno gostovanje. Ob nastanku novega mobilnega operaterja 
le-ta ne zmore zagotavljati pokritosti po celotnem nacionalnem teritoriju v začetnem obdobju, zato se 
posluži nacionalnega gostovanja pri drugem nacionalnem mobilnem ponudniku. 
Mednarodno gostovanje je zmožnost naročnika, da uporablja mobilne storitve onkraj nacionalnih 
meja. 
1.1 Pogodba o gostovanju 
 
Za omogočanje mobilnega gostovanja v točno določenem tujem omrežju sta potrebna predpogoja –
Pogodba o gostovanju med sodelujočima partnerjema in medomrežna povezljivost. Krovni pogodbi, ki 
komercialno omogočata enostransko ali vzajemno uporabo omrežij svojim in partnerjevim 
naročnikom, sta pogodbi PRD AA.12 z imenom International Roaming Agreement in PRD AA.13, 
imenovana International Roaming Agreement – Common Annexes. Slednja določa, katere 
medoperaterske protokolarnosti omogočajo gostovanje. Pod protokole primarno štejemo obračun 
storitev (angl. Billing), ki predpisuje način in format zapisov obračunanih klicev v datoteki TAP, ki si 
jih operaterja izmenjata. Dejavnost je tudi način, kako operaterja poravnavata finančne transakcije, ki 
so nastale kot strošek naročnika med gostovanjem ter definirata postopke tehničnega testiranja 
medsebojnih omrežji IREG3 in nenazadnje postopke v primeru zlorab. 
                                                          
2
 Groupe Speciale Mobile Association – GSM organizacija 
3
 International Roaming Expert Group – Tehnčina skupina v okviru GSMA 
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1.2 Pogodba o popustih  
 
Pogodba o popustih (angl. Discount Agreement), ki jo podpišeta domač in tuj mobilni operater, je 
ključnega pomena pri mehanizmu odločanja za preusmerjanje naročnikov v gostovanju. Kot vzorec 
pogodbe se v praksi uporablja GSMA vzorec PRD AA.103, imenovan Pogodba o popustih (angl. IOT 
–Framework Agreement and Discount Letter). V njem so navedene medoperaterske tarife IOT, ki so 
specificirane posebej za vsako storitev; odhodni klic, dohodni klic, odhodni SMS in prenos podatkov. 
 
1.3 Medomrežna povezljivost 
 
Drugi predpogoj za omogočanje mednarodnega gostovanja je mednarodna medomrežna povezljivost 
(angl. Inter PLMN – Interconnection) med sodelujočima partnerjema. Ta določa tehnično pot 
komunikacije, medtem ko domač naročnik gostuje pri tujem ponudniku mobilnih storitev. Grobo 
lahko ločimo povezljivost na tri segmente Prva nam služi kot kontrolni komunikacijski kanal, drugi 
dve pa nam zagotavljata prenos uporabniških podatkov[1, str. 5]: 
 Signalizacijske povezave (angl. Signalling links), ki služijo kot prenosna pot za signalizacijo 
protokolov TCAP, SCCP in MAP. Ta povezava je osnova za izmenjevanje signalizacijskih 
podatkov med domačim registrom naročnikov HLR in registrom obiskovalcev VLR. 
 Medomrežna povezava za prenos glasovno komutiranih storitev med domačim ponudnikom 
storitev HPLMN ter VPLMN. 






Slika 1: Mednarodna medmrežna povezljivost 
 
1.4 Testiranje mobilnega gostovanja 
 
Tehnično testiranje gostovanja je naslednja stopnja po podpisu pogodbe med partnerjema. Začne se z 
izmenjavo SIM kartic in implementacijo tehničnih nastavitev tujega operaterja v lastne jedrne omrežne 
elemente. Za zagotavljanje točnosti tehničnih karakteristik omrežja mora vsak operater izdelati lasten 
dokument in ga distribuirati ostalim operaterjem preko RAEX4 sistema. Ta  dokument je imenovan 
IR.21 Roaming database, structures and Updating Procedures, v njem se nahajajo unikatne 
opredelitve omrežja, ki ta dokument izdaja. Dokument vsebuje ime operaterja, tip omrežja, podprte 
tehnologije, uporabljene frekvence, namenske kode omrežja (IMSI, MCC, MNC, TADIG koda, SCCP 
ponudnik, GT in IP naslovi omrežnih elementov oz. sestavne elemente mobilnega omrežja (glej 
poglavje 2.1). Po implementaciji sledi testiranje, ki se ga opravlja s partnerjevo SIM kartico v 
domačem omrežju. Katere teste se opravlja, definira vzorčni dokument, imenovan IR.24 IREG End-to-
end Functional Capability tests. V njem so testni scenariji, ki morajo biti opravljeni uspešno in služijo 
kot podlaga za primerjavo z obračunskimi zapisi. Testi, ki morajo biti izvedeni, so: 
 Prijava dveh tujih SIM kartic v domače omrežje. 
 Klic v sili. 
 Klic med dvema tujima SIM karticama. 
 Zapora klicev. 
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 Preusmeritev klicev (test z brezpogojno in trije testi s pogojno preusmeritvijo). 
 SMS storitev. 
 
Treba je poudariti, da zgornji nabor testov velja samo, ko se testirajo glasovne storitve. Za vsako 
tehnologijo posebej, tako za GPRS5, prednaročniški sistem CAMEL in LTE6, je potrebno izvesti 
vnaprej predpisane teste. Tako bi za testiranje GPRS oz. podatkovnih storitev vzeli obrazec IR.35 
End–to–End Functional Capability Test Specification for Inter-PLMN GPRS, ki vsebujejo osnovne 
podatkovne teste, za CAMEL oz. predplačniške storitve, bi si sposodili obrazec IR.32 End-to-End 
Functional Capability Specification for Inter-PLMN CAMEL-Roaming, ki je največkrat modificiran 
glede na potrebe domačega operaterja, natančneje njegovega obračunskega sistema. Za potrebe 
testiranja LTE storitev nam kot podlaga služi obrazec IR.38 LTE and EPC Roaming Testing. 
 
1.5  Obračunavanje storitev mobilnega gostovanja 
 
Med samim testiranjem se beležijo obračunski podatki na mobilni centrali, imenovani TAP zapisi, ki 
se naknadno pošiljajo v preverbo v oddelek tujega operaterja, imenovan TADIG. Naloga TADIG je 
preverba pravilnega obračunavanja klicev med gostovanjem domačega naročnika v tujem omrežju. 
Kot osnova jim služi partnerjev dokument, imenovan IOT Regulated in IOT Non-Regulated. 
Dokumenta sta znana tudi pod enotnim imenom AA.14 International Roaming Agreement – Individual 
Annexes. IOT Regulated je postal ločen dokument kot posledica Evropske regulative o mobilnem 
gostovanju (EU Roaming Regulation No 531/2012), katere namen je zmanjšati razliko cen storitev v 
tujem omrežju v primerjavi s cenami storitev doma. V IOT reguliranem dokumentu so objavljene 
veleprodajne tarife storitev, katerih višino je omejila prej omenjena regulativa in velja samo med 
članicami Evropske unije.  Dokument IOT ne-regulirani se od operaterja do operaterja razlikuje, saj le-
ta sam določa veleprodajne cene, ki jih bo zaračunaval partnerskemu omrežju, medtem ko bo tuj 
naročnik gostoval na domačem omrežju.  
Ko TADIG preveri in potrdi skladnost med tarifami, ki jih operater oglašuje in tarifami, ki jih je 
generiral s pomočjo lastnih obračunskih sistemov, izda podpisan dokument, imenovan TCC. S tem 
operater potrjuje tehnično in obračunsko brezhibnost delovanja storitev v tujem omrežju ter omogoča 
začetek mobilnega gostovanja naročnikov tujega partnerja v svojem omrežju. 
Pomembno je razjasniti, da v kolikor med operaterjema ni podpisana Pogodba o popustih, se upošteva 
tarife, ki so navedene v dokumentih IOT regulirani in IOT ne-regulirani.  
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Nemalokrat se uporablja praksa implementacije »običajne« tarife, kljub podpisu Pogodbe o popustih, a 
se popuste, glede na količino prometa, ureja šele po pretečenem obdobju veljavnosti te pogodbe. 
1.6  Pričetek komercialnega mobilnega gostovanja 
 
Ob izdaji TCC se določi datum komercialnega mobilnega gostovanja. Le-tega se omogoči tako, da 
partnerja podpišeta dokument CLL, v katerem je naveden datum komercialnega gostovanja in za 
katero storitev ta služi. 
V kolikor je TCC izdan samo s strani partnerja, in ne domačega omrežja, predstavlja to enostransko 
komercialno gostovanje (angl. Unilateral Outbound Launch). Da lahko tudi partnerjevi naročniki 
gostujejo v domačem omrežju, mora domače omrežje prav tako opraviti nalogo pregleda obračunskih 
zapisov in izdaje TCC potrdila (angl. Unilateral Inbound Launch).  
Ko in če imamo potrditvene dokumente z obeh strani, se partnerja dogovorita za dvostransko 
komercialno gostovanje (angl. Bilateral Launch). Slednji se v praksi največkrat izvaja, saj je v interesu 
obeh partnerjev, da omogočata čim širšo geografsko pokritost delovanja mobilnih storitev v tujini in 
hkrati omogoča vir zaslužka iz naslova gostovanja tujega naročnika v lastnem omrežju.  
 
1.7   Storitve v mobilnem gostovanju 
 
Katere storitve bo domači naročnik omogočil v tujini, je odvisno od več faktorjev. Za začetek od 
zmožnosti prenosnega telefona, od medoperaterske pogodbe, ki določa aktivne storitve v partnerjevem 
omrežju in nenazadnje naročenih storitev uporabnika pri domačem ponudniku mobilne telefonije. 
Grobo lahko mobilne storitve ločimo na[1, str. 6]: 
 
 Glasovne storitve GSM (vključujejo glasovne storitve in kratka sporočila na GSM 
tehnologiji). 
 Podatkovne storitve GPRS (vključuje podatkovne storitve na tehnologijah GPRS, EDGE in 
UMTS). 
 Predplačniške storitve (vključuje storitve, ki so vezane na predplačniški sistem 
obračunavanja). 
 Podatkovne storitve LTE (vključuje podatkovne storitve tehnologije LTE). 
 
Vsak partner, domač in tuj, mora za vsako zgoraj omenjeno storitev posebej izdati TCC in CLL. 




V smislu tehnične zmožnosti za zagotavljanje glasovnih in predplačniških storitev v gostovanju nam 
služita prva in tretja točka, ki sta zapisani na prejšnji strani, medtem ko za podatkovne storitve 
uporabljamo kot osnovo drugo in četrto točko.  
 
1.8  Faktor odločanja preusmerjanja naročnikov v gostovanju  
 
Ključ za zagotavljanje optimalnega preusmerjanja naročnikov je dosledno upoštevanje Pogodbe o 
popustu, pri tem se beseda »optimalen« nanaša na cenovno ugodnost, ki sta jo sklenila operaterja, in 
ne nujno tudi naročnikovo kakovost, ki jo je deležen med gostovanjem.  
Da bo celotna slika o tem, kako platforma za upravljanje gostovanja odloča o zavračanju/sprejemanju 
prijav naročnikov v tuje omrežje, jasnejša, so spodaj zapisani možni komercialni modeli v Pogodbi o 
popustih. 
Pogodba o popustih pozna precej kreativnih komercialnih modelov, a vsi temeljijo na spodnjih 
modelih oz. kombinacijah le-teh: 
 Model z enotno tarifo (angl. Flat Rate) je najenostavnejši model, saj je tarifa za specifično 
storitev ves čas enaka. 
 Model običajne tarife (angl. Regular) je model, kjer so določene količine odhodnih in 
dohodnih min. pogovorov, številka SMS sporočil in podatkov v Mb vnaprej znane  
 Model, ki se uporablja, ko je nemogoče vnaprej napovedati količino prometa med 
operaterjema. V njej je določena tarifa samo tistega prometa, ki predstavlja presežek 
neuravnoteženega prometa. 
 Stopničasti model, kjer je tarifa različna glede na količino doseženega prometa. Z višanjem 
prometa cena na enoto (minuta, SMS ali Mb) pada. 
 
Glede na to, da imamo možnost z vsakim operaterjem uporabiti različen komercialni model v Pogodbi 
o popustu, postane preusmerjanje naročnikov v takih primernih kompleksno in posledično manj 
učinkovito.  
 
V naslednjem podpoglavju bom navedel praktičen primer iz podjetja Si.mobil, a bom zaradi zaupnosti 
pogodbenih podatkov le-te priredil v takšni meri, da bodo še vedno reprezentativni za prikaz odločanja 







Za dosego optimalnega načrta upravljanja potrebujemo slednje: 
1. Pogodbo o popustu z vsaj dvema operaterjema znotraj iste države: 
 V našem primeru imamo podpisane tri pogodbe z operaterji v državi A, z vsakim 
za obdobje 1 leta. 
 Vse Pogodbe o popustu so največkrat vezane samo na odhodne klice. 
 Komercialni model: 
Stopnja Promet[min/leto] Tarifa[€] 
1 0 – 500.000 0.1/min 
2 500.000 – 750.000 0.08/min 
3 750.000 in več 0.05/min 
 
2. Predhodni vzorec in količina prometa: 
 Za napoved prometa v prihodnjem obdobju se največkrat kot osnova 
vzame vzorec in količino prometa prehodnega obdobja; v našem primeru 
je napoved za naslednje leto okoli 550.000 minut odhodnih klicev v 
celotni državi. 
Glede na zgornja dejstva smo za dosego najnižje cene primorani preusmeriti čim več prometa samo v 
enega operaterja, da dosežemo tarifo iz Stopnja 2, ostali promet pa v preostala dva. Izračunajmo 
stroške (S), ki bi jih v takem primeru imeli, če bi bila razporeditev minut sledeča: 
Operater A dobi 1 min/leto. 
Operater B dobi 1 min/leto. 
Operater C dobi 549.998 min/leto. 
S = 1 min *0.1 €/min + 1 min *0.1 €/min + 549.998 min *0.08 €/min = 1.925.001 €/leto 
V kolikor bi zgornje razporeditve premešali kakorkoli drugače, bi v vsakem primeru dobili strošek, ki 
je večji, kot je izračunan zgoraj.  
Ker se tarifa spreminja glede na porabo, nam le-ta predstavlja funkcijo, za katero je značilno, da so 
stroški najnižji pri mejah posamezne stopnje. Najlažji in najhitrejši način kako zmanjšamo stroške, je 








2 Tehnična izvedba mobilnega gostovanja 
 
Pred predstavitvijo tehnične razlage delovanja mobilnega gostovanja, bom predstavil osnovne pojme 
in definicije mobilnega omrežja, kot so signalizacija in protokoli, omrežni elementi v jedrnem omrežju 
ipd.  Najprej navajam, kaj sestavlja mobilno omrežje in kako deluje. 
 
2.1  Osnovni omrežni elementi  
 
Opremo, ki zagotavlja osnovne storitve v mobilni telefoniji in predstavlja mobilno jedrno omrežje, 
imenujemo omrežni elementi ali s tujko NSS.  
Mednje sodijo MSC, kot jedrni del mobilnega orežja, registri naročnikov HLR in VLR, kontrolna 
točka SCP ter medijski prehod MGW in SGSN, kot podatkovno podporno vozlišče. 
 
Omenjeni omrežni elementi so posredno ali neposredno povezani z nacionalnimi in mednarodnimi 
omrežji ter lastnim radijskim omrežjem. Slika 2 prikazuje karakteristiko 2G/3G omrežja. Grobo lahko 
NSS razdelimo na vodovno komutacijo (angl. Circuit Switch Domain) in paketno komutacijo (angl. 
Packet Switch Domain). Poleg NSS ima mobilno omrežje tudi radijski del, ki smo ga na sliki spodaj 
razdelili na radijski del, ki služi režiji za prenos podatkov na tehnologiji GPRS oz. GERAN7 omrežje, 
ter UTRAN, kot omrežje za storitve tehnologije UMTS8. 
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Slika 2: Arhitektura mobilnega omrežja 
 
Osnovne naloge mobilnega omrežja opravlja mobilna centrala MSC, od preusmerjanja klicev do 
poizvedb, npr. v HLR-ju, v kateremu se nahajajo uporabniški profili, varnostni ključi, baza o 
prenosljivosti številk, ipd. VLR, ki je največkrat lokacijsko v istih strežniški omari kot MSC, je 
dinamična baza podatkov vseh naročnikov, ki se trenutno nahajajo na domačem radijskem omrežju. V 
to bazo so vključeni domači naročniki in naročniki tujih operaterjev, ki gostujejo na domačem 
omrežju. 
Na zgornji sliki pod vodovno komutacijo uvrščamo še SCP, ki primarno skrbi za upravljanje s t. i. 
inteligentnega omrežja (angl. Intelligent Network), nadzor predplačniškega sistema obračunavanja in 
avtorizacijo naročnikov. SMSC je strežnik, ki podpira prenos kratkih sporočil SMS med uporabniki. 
MSC centrala je lahko povezana z ostalimi omrežji, fiksnimi ali mobilnimi, z medomrežno povezavo. 
Za prenos podatkov skrbita omrežna elementa SGSN in GGSN. MGW oz. medijski in dostopovni 




2.2  Signalizacijski sistem številka 7 
 
Kaj sploh je signalizacija? Signalizacija je jezik, ki ga v našem primeru uporabljajo mobilna omrežja 
in mobilni aparati za medsebojno komuniciranje. Ko naročnik zahteva ali opravlja določeno storitev, 
mora biti le-ta spremenjena v primeren format, ki ga bo omrežje razumelo in pravilno obravnavalo. 
Signalizacija ni glasovna ali podatkovna storitev, temveč služi kot njihova osnova za delovanje. 
Vsebina signalizacije je namenjena nadzoru vzpostavitve, zadržanja, obračunavanja in prekinitve 
komunikacijske povezave v omrežju ali omrežjih[2, str. 9].  
Dobra primerjava za signalizacijo je primer pilota in podpornega osebja na letalu. Ti so odgovorni za 
vodenje letala, a nikakor ne vplivajo na vsebino samega letala. 
 
2.2.1 Arhitektura signalizacijskega omrežja   
 
V naslednjem poglavju si bomo podrobno pogledali protokole, poznavanje katerih nam bo služilo za 
razumevanje mobilnega gostovanja in preusmerjanja mobilnih naročnikov v gostovanju. 
SS7 arhitektura predstavlja logično omrežje znotraj telekomunikacijskega omrežja. Zgrajeno je iz 
signalnih točk (angl. Signalling Points) in signalnih vozlišč (angl. Signalling Nodes), med seboj pa 
komunicirajo po signalnih povezavah (angl. Signalling Links).  
Signalne povezave služijo za pošiljanje signalizacijskih sporočil med dvema signalnima točkama, 
slednje pa predstavljajo vrata  v SS7 omrežje, preusmerjajo sporočila ostalim točkam ter omogočajo 
vpogled v podatkovne baze.  Ločimo štiri signalne točke[1, str. 8]: 
 SSP so signalna vozlišča, ki predstavljajo izvor in ponor signalizacijskih sporočil, ki se 
pretakajo med vozlišči. V mobilnem omrežju BSC in MSC predstavljata SSP. 
 STP so signalne točke, ki posredujejo signalizacijska sporočila med samimi vozlišči. 
Informacijo, kateremu vozlišču mora poslati sporočilo, najde na 3. sloju sporočila samega.  
 Signalling Control Point (SCP) je signalna točka, ki vsebuje podatke o posameznem naročniku 
in njegovih storitvah. Ravno SCP doprinaša jedrno funkcijo takšnih omrežij, in sicer 
mobilnost naročnika.   






Slika 3: Arhitektura SS7 modela 
 
Signalizacijska sporočila so sestavljena iz t. i. signalizacijskih enot (angl. Signal Unit), katerih dolžina 
je različna. Poznamo tri vrste signalizacijskih enot, ki se med seboj razlikujejo po kazalcu dolžine 
enote. Te so FISU, ki služi kot mašilo, ko ni drugih signalizacijskih enot, LSSU, katerih naloga je 
krmiljenje kontrolnih informacij – ter MSU, v katerem se nahaja sporočilo samo. Sam postopek 
prenosa signalizacijskih sporočil oz. paketov med vozlišči imenujemo tudi paketna komutacija.  
 
2.2.2 SS7 Protokolni sklad 
 
SS7 arhitektura je zgrajena iz nivojev različnih protokolov. Protokolni sklad (angl. Protocol Stack) je 
zgrajen iz štirih slojev, katerega referenca je sedem slojni OSI9 model. Spodnji trije nivoji pri 
arhitekturi SS7 so definirani kot MTP, ki skupaj s SCCP predstavljajo Omrežno-storitveni oz. NSP 
(angl. Network Service Part) del. Višje protokolne nivoje imenujemo Uporabniški del (angl. User 
Part).  
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Slika 4: Primerjava slojev OSI in SS7 modela 
 
Protokolni del za prenos sporočil (MTP) 
 
Spodnji trije sloji SS7 arhitekture zagotavljajo varen in zanesljiv prenos signalnih sporočil v višje 
protokolne sloje ali prenos sporočil v druge signalne točke. Zanesljiv prenos sporočil pomeni, da bodo 
sporočila, ki so bila predana MTP delu, dosegla pravi naslov v protokolih višjih slojev, brez napak in 
izgub. Na spodnji sliki si lahko pogledamo, kako potuje sporočilo med signalnima točkama. 
 




Fizični sloj (MTP1) 
 
Fizični sloj predstavlja kanal oz. prenosno pot, po katerih se prenašajo posamezni biti. Prenosna pot je 
lahko baker, zrak, optika, ipd. Ta sloj ne pozna razlike med uporabniškimi ali kontrolnimi podatki in 
tudi ne preverja podatkov, ki jih prejme od višjega, podatkovnega sloja. 
 
Podatkovni sloj (MTP2) 
 
Podatkovni sloj je odgovoren za zanesljiv prenos sporočil med signalnima vozliščema in določa 
strukturo t. i. okvirjev. Njegove naloge so še: 
 Nadzor stanja signalne povezave ter popravek v primeru napak. 
 Vzpostavitev signalne povezave. 
 Razmejitev signalnih enot. 
 Poravnava dolžine signalnih enot. 
 
Signalna sporočila so različnih dolžin t. i. oktetov, zato potrebujejo drugi sloji informacijo, kje se 
signalno sporočilo, ki mu je bilo poslano, začne in konča. Zato se v signalnih sporočilih uporablja 
polje FLAG. Zaporedje »011111110« pomeni začetek oz. konec signalnega sporočila. Ker pa je pravi 
namen signalnih sporočil prenos podatkov v višje protokolne sloje oz. v druge signalne točke, se le-ti 
nahajajo v polju SIF (angl. Signaling Information Field). Da se izognemo zakasnitvam med sporočili, 
mora biti maksimalna dolžina polja SIF vnaprej določena glede na čas oddajanja sporočil[3, str. 125].  
 
 
Slika 6: Struktura MSU sporočila 
 
Čemu najpomembnejši deli strukture MSU sporočil služijo:  
 SIF (angl. Signalling Information Field) – vsebuje informacijo, kam se MSU preusmerja, v 
njem se nahaja uporabniško sporočilo. 
 SIO (angl. Service Information Octet) – vsebuje informacijo o uporabniku MTP (SCCP, 
ISUP). 
 CK (angl. Checksum) – preverja, ali je med prenosom prišlo do napake. 
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 LI (angl. Lenght Indicator) – določa dolžino MSU in tip MSU. 
 FLAG – zastavica, ki pove  začetek in konec sporočila MSU. 
 
Hkrati je MTP2 tudi najnižji protokol v protokolnem skladu SS7. 
 
Omrežni sloj (MTP3) 
 
MTP3  pripada tretjemu sloju OSI modela in zagotavlja funkcije, povezane s preusmerjanjem sporočil 
med signalnimi točkami. Na grobo jih lahko delimo na[4, str. 183]: 
 Obdelava signalnih sporočil SMH (angl. Signaling Message Handling).  
 Upravljanje signalnega omrežja SNM (angl. Signaling Network Management).  
 
Prvi je zadolžen za rokovanje med MTP3 in MTP uporabniki, ki so lahko TUP, ISUP, SCCP, TCAP, 
BSSAP, ipd. V nadaljevanju naloge se bomo omejili na SCCP IN TCAP.  
SNM skrbi, da se v primeru zastojev in napak sporočila v signalnem omrežju prenašajo nemoteno. 
 
Format MTP3 sporočila 
 
Splošen format MTP3 sporočila, po priporočilu ITU-T Q.704, je prikazan na spodnji sliki.  
 
Slika 7: Format MTP3 sporočila 
 
MTP3 uporablja v signalni točki parameter RL za namen preusmerjanja signalnega sporočila.  Koda 
izvornega vozlišča OPC, in koda ponorne točke DPC, nam povejo, iz katere signalne točke in na 
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katero signalno točko sporočilo potuje, katero signalno povezavo bomo za pošiljanje signalnega 
sporočila uporabili, določa parameter SLS[4, str. 183].  
V nadaljevanju si bomo pogledali protokole višjih slojev, ki jih lahko označimo tudi za uporabniški 
del protokolnega sklada SS7. 
2.2.3 Uporabniški del 
 
V uporabniški del spadajo uporabniki MTP in SCCP storitev. ISUP ali Uporabniški del integriranih 
digitalnih storitev. ISUP je odgovoren za vzpostavitev in sproščanje zvez v medomrežni povezavi. Že 
iz imena je razvidno, da je bil načrtovan za potrebe kompatibilnosti med signalizacijo jedrnih omrežij  
in  ISDN. Kombinacija ISUP in ISDN signalizacije predstavlja transportni nivo za signalizacijo od 
uporabnika do uporabnika. ISUP je v široki uporabi v GSM jedrnih omrežjih za nadzor klicev med 
MSC in PSTN[1, str.16].  
Vzpostavljanje in rušenje zveze opravljajo ISUP sporočila. Vsako sporočilo vsebuje glavo (angl. 
Header), ki pove, katerega tipa je sporočilo, in predpisane ter izbirne parametre.  
Slika 8 prikazuje format ISUP sporočila IAM. Ker signalne točke predstavljajo izvor in ponor 
signalizacijskih sporočil, imajo vgrajeno funkcionalnost generiranja takšnih sporočil. Táko sporočilo 
vsebuje vse potrebne podatke za dosego ponorne signalne točke. 
 
 





Zgradba preusmerjevalne tabele je sledeča[1, str. 16]: 
 CIC – kanal znotraj prenosne poti. Klic med dvema uporabnikoma poteka po istem CIC. 
 SLS - indikator, katerega naloga je razporejanje obremenitev na povezavah in označitev 
povezave, ki bo med zvezo uporabljena. 
 OPC - indikator, ki označuje izvorno vozlišče. 
 DPC  – indikator, ki označuje ponorno vozlišče. 
 
 
Slika 9: Potek signalnega sporočila ISUP – klic ZVONJENJE 
 
Slika 9 prikazuje potek ISUP klica, ki ga lahko opišemo takole[1, str. 20]: 
1. Naročnik1 pošlje zahtevek za klic, lokalni MSC1 ga sprejme in na podlagi klicane številke v 
IAM sporočilu preusmeri klic na MSC2 preko STP. 
2. Na prejemni strani MSC2 prejme IAM sporočilo in sproži postopek obveščanja naročnika o 
prihajajočem klicu z zvonjenjem.  
3. MS2 ob tem pošlje MSC1 sporočilo ACM kjer ga obvešča, da je prejel IAM in da je sporočilo 
nepokvarjeno.  
4. Ko MSC1 dobi ACM sporočilo, sproži opozorilno zvonjenje na strani klicatelja.  




6. Kot je razvidno iz zgornjega poteka sporočil s slike 9, klicana stran prekine zvezo. Ob tem 
MSC2 pošlje MSC1 sporočilo REL.  
7. Ko MSC1 prejme sporočilo REL, ga potrdi tako, da pošlje sporočilo RLC nazaj na MSC2. 
 
2.2.4 Uvod v transakcije 
 
Prej omenjeni ISUP in TUP, kot še eden predstavnik uporabniškega dela, so protokoli upravljanja 
zveze med komutacijskimi centri. Od tukaj naprej bomo obravnavali SS7 operacije, ki ne vplivajo na 
upravljanje zveze.    
TCAP in MAP sta gornja sloja nad MTP1-3 in SCCP. Oba protokola bomo opisali v skupnem 
poglavju, saj funkcionalnost MAP protokola ne more biti razumljena brez poznavanja TCAP 
protokola[4, str. 459].   
 
Transakcija (angl. Transaction) je komunikacija med dvema signalnima točkama/vozliščema za 
izmenjavo operacij na daljavo. Transakcija je lahko komunikacija med dvema vozliščema, vozliščem 
in podatkovno bazo, med vozliščem ipd.  
 
Aplikacije (angl. Applications), ki jih uporabljajo transakcije, lahko razdelimo na:  
 Inteligentna omrežja opravljajo funkcije poizvedb v podatkovno bazo, ki služi za namene 
preusmerjanja posebnih številk, obračunavanje v realnem času, avtorizacije naročniškega 
profila, ipd. 
 Storitve za mobilno telefonijo. Transakcije so uporabljene vedno, ko naročnik spreminja 
lokacijo, saj mora omrežje, natančneje VLR, osveževati podatke naročnika.  Informacija o 
lokaciji uporabnika mora biti vedno znana, da omrežje ve, kam posredovati klic. 
 Center za upravljanje in vzdrževanje je zadolžen za sprotno preverjanje napak v omrežju in 
medomrežnimi povezavami. 
 Aplikacija, katere naloga je, da opravlja redne transakcije podatkov med MSC in perifernimi 
sistemi. Tako je recimo njena naloga, da pošilja CDR obračunske zapise o klicih v sisteme za 




Transakcije, ki se uporabljajo pri prvi in drugi točki zgoraj, so t. i. »on-line« transakcije, saj morajo 
biti izvršene v trenutku in z najmanjšo zakasnitvijo. Sama zakasnitev bi v takem primeru predstavljala 
podaljšanje časa vzpostavitve zveze[4, str. 460]. 
Transakcije tretje in četrte točke so t. i. »off-line«. Pri takih transakcijah je zakasnitev sporočil večja in 
nepomembna ter jih uporabljamo pri izmenjavi daljših sporočil. 
 
2.2.5 Nadzorni del signalne zveze (SCCP) 
 
Za razliko od MTP slojev 1 do 3, ki so odgovorni za prenos in funkcionalnost naslavljanja med dvema 
sosednjima signalnima točkama, SCCP ponuja komunikacijo med dvema uporabniškima deloma, ki se 
nahajata v različnih omrežjih ali celo različnih državah. SCCP nam daje tudi možnost razlikovanja 
uporabnikov znotraj vozlišč, kajti vsak uporabnik ima znotraj vozlišča unikatno identifikacijo, številko 
podsistema SSN, glej sliko 10. Dodatna možnost naslavljanja je z uporabo globalnih naslovov GT, ki 
nedvoumno določajo naslove uporabnikov v omrežnem sloju in so v formatu ITU-T Priporočila E.164 
oz. format naročnike številke. Ker SCCP za preusmerjanje uporablja GT, tega pa MTP ne pozna, je 
obveza SCCP, da naslov prevede v obliko DPC + SSN[2, str. 154]. 
 
Slika 10: SCCP nivo kot servis različnih uporabnikov višjih slojev 
 
Čeprav po definiciji v ITU-T Priporočilih Q.711-Q.716 SCCP opravlja naloge 3. sloja, zna opravljati 
tudi z dejavnostmi, ki jih navadno predpisujemo 4. sloju. Tako lahko SCCP izvaja mehanizem 
odkrivanja napak in opcijsko tudi segmentacijo podatkov, ki jih bo poslal drugim uporabnikom. 
SCCP izboljšuje prenosne zmogljivosti v primerjavi z MTP.  
SCCP razredi storitev 
 
SCCP omogoča štiri različne razrede storitev uporabnikom: 
 Razred 0: Basic connectionless service. 
31 
 
 Razred 1: Connectionless service with sequence control. 
 Razred 2: Basic connection-oriented service. 
 Razred 3: Connection-oriented service with flow control. 
S pomočjo imen zgornjih razredov ugotovimo, da sta prva dva razreda ne-povezavna, druga dva pa 
povezavno orientirana. 
Pri ne-povezavno orientiranih razredih se udeležena SCCP na vsaki strani komunikacijske poti ne 
zavedata, da poteka med podsistemi transakcija. Pri povezavno orientiranih razredih se za vsak prenos 
sporočila oz. transakcije najprej vzpostavi virtualna »signalna povezava« med dvema SCCP entitetama 
na obeh straneh komunikacijske poti. Ob koncu transakcije se taka povezava poruši. Slednjega 
uporablja tudi sistem GSM. 
 
Format, tipi in parametri SCCP sporočil  
 
SCCP sporočilo se nahaja v uporabniškem delu sporočila MTP, imenovano UM (angl. User Message), 
kakor je nakazano na sliki 7. Tipe SCCP sporočil lahko ločimo glede na povezavno orientiranost. 
Poznamo štiri različne tipe SCCP sporočil, v nadaljevanju bom predstavil in uporabil le prvi dve, saj 
predstavljata ne-povezavno orientirano storitev[4, str. 468–9]. Tip SCCP sporočil so: 
 Unitdata Message (UDT). SCCP generira to sporočilo za začetek prenos sporočil podsistema 
SSN.  
 Unitdata Service Message (UDTS). To sporočilo je poslano s strani ponornega SCCP nazaj na 
izvorni SSCP le v primeru, ko UDT sporočilo ne more biti dostavljeno naslovniku. 
 Connection Request Message (CR). Zahtevek izvornega SCCP ponornemu SCCP za 
vzpostaviten signalne zveze. 
 Connection Confirm Message (CC). Potrditveno sporočilo s strani ponornega SCCP, da je 
signalna zveza bila uspešno vzpostavljena.  
 Connection Refused Message (CREF). Sporočilo, poslano s strani ponornega SCCP, in 
nakazuje, da signalne zveze ni mogoče vzpostaviti.   
 Data Form 1 (DT1). Sporočilo poslano z izvorne ali ponorne SCCP strani signalne zveze in 
vsebuje podatke podsistema. Uporablja se ga v SCCP storitvi razreda 2.  
 Data Form 2 (DT2). Sporočilo poslano z izvorne ali ponorne SCCP strani signalne zveze. 
Sporočilo vsebuje podatke podsistema in podatke, ki potrjujejo prejem sporoči. Uporablja se 
ga v SCCP storitvi razreda 3.  
 Released Message (RLSD). Sporočilo poslano z izvorne ali ponorne SCCP strani signalne 
zveze in vsebuje zahtevek za sprostitev signalne zveze.  
 Release Complete Message (RLC). To sporočilo je poslano kot odgovor na prejetje sporočila 






Različna SCCP sporočila nosijo različne parametre. Nekateri parametri so za določeno SCCP 
sporočilo obvezni (angl. Mandatory) in imajo poljubno ali predpisano dolžino. Poleg tega pa poznamo 
tudi opcijske parametre (angl. Optional). Spodnja tabela prikazuje parametre, ki vsebujejo tipa UDT in 
UDTS sporočil[5]. 
 
                      Tabela 1: Parametri SCCP sporočil 
 
V nadaljevanju si bomo razložili, kaj določen parameter pomeni in čemu služi ter pogledali njegov 
format.  
Ker je v tipu sporočila UDT in UDTS obvezen parameter Naslov klicanega, si bomo najprej pogledali 
lastnosti tega parametra. Parameter CDA, ki je poljubno dolg, je sestavljen iz več podparametrov. 
Lahko vsebuje kakršnokoli kombinacijo PC, podsistemske številke SSN in/ali GT. Zgradba CDA je 
vidna na spodnji sliki  
 
 
Slika 11: Zgradba CDA 
 
Ali CDA vsebuje PC ali ne, nam pove polje PCI. Podobna analogija je pri SSNI in GTI, ki nam 




V primeru, da CDA vsebuje GT, izvorni SCCP določi s pomočjo podparametra RTI , ali naj ponorni 
SCCP preusmerja sporočilo na podlagi DPC, ki se nahaja v MTP sporočilu, ali na podlagi GT[4, str. 
471].  
Podparameter GT je naprej razdeljen na dva dela, in sicer TT in GTA. GT podparameter, ki mora 
vsebovati GTA, lahko poleg tega vsebuje še: 
 
 Načrt oštevilčenja (angl. Numbering Plan). 
 Vrsta klicanega ali klicočega naslova. Na izbiro imamo uporabniško, nacionalno ter 
mednarodno številko (angl. Nature of Address), 
 
Naslov klicočega CGA format ustreza formatu CDA. Zanj velja, da sta PC in SSN vedno prisotna, 
medtem ko se GT uporablja samo v prenosu sporočil med signalnima točkama različnih omrežij.  
 
 
Slika 12: Signalno sporočilo SCCP 
 
PRC polje določa, kateri SCCP razred storitev je v uporabi. 
Return Cause polje se pojavi samo v UDTS sporočilih in nakazuje vzrok zavrnitve sporočila. 
Return Option (RO) polje se pojavi samo v sporočilih UDT in nakazuje, ali naj bo sporočilo poslano 
nazaj pošiljatelju v primeru neuspešne dostave naslovniku. 
 






Vsak SCCP uporabnik ima v signalni točki SSN, katere vrednost je med 1 in 127. Ko SCCP prejme 
sporočilo od MTP, uporabi SSN za dostavo sporočila  ustreznemu SCCP uporabniku, za naše potrebe, 
TCAP protokolu. V tem delu naloge izraz podsistem označujemo SCCP uporabnika.  
TCAP zagotavlja mehanizem za vzpostavitev nepovezano orientirane komunikacije med vozlišči, 
seveda pod pogojem, da vozlišča podpirajo MTP1-3 in SCCP ter izmenjavo operacij (angl. 
Operations) in odgovorov nanje z uporabo dialogov (angl. Dialogues). Nahaja se v aplikacijskem 
sloju SS7 protokolnega sklada (glej sliko 13) in zaseda sloje 4–6. TCAP protokol je do neke mere 
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najpomembnejši košček SS7 sklada, ker omogoča bistveno funkcionalnost – mednarodno gostovanje 
[1, str. 26]. 
TCAP protokol ni izključno uporabljen samo za mobilne storitve, kot je to SCCP, ampak ga uporablja 
mnogo drugih aplikacij (angl. Applications) za dostop do podatkovnih baz. S tega stališča je TCAP 
drugačen od do sedaj omenjenih protokolov[4, str. 465]. TCAP dovoli svojim uporabnikom dostop do 
podatkovne baze ali komutacijskega centra mednarodnega SS7 omrežja ter priklic storitve ali celo 
spremembe parametrov na daljavo. 
 
Slika 13: Slojna struktura TCAP 
 
Naslavljanje v TCAP protokolu 
 
Ko je govora o naslavljanju, se TCAP popolnoma zanaša na storitve s strani SCCP. TCAP uporablja 
izključno ne-povezavne storitve SCCP nivoja. Potemtakem so za prenos TCAP sporočila nižjim 
nivojem edina možna sporočila formata SCCP-UDT. Pošiljatelj TCAP sporočila neposredno naslavlja 
na pošiljatelja preko SCCP[2, str. 188].  
Kot tak primer naslavljanja je spodaj izpis komunikacije med MSC in HLR. Slika 14 prikazuje SCCP 
glavo sporočila TCAP BEGIN, ki je bil izmenjan med VLR v domačem omrežju in HLR pri 
avstrijskem operaterju. Pošiljatelja in prejemnika sporočila prepoznamo s pomočjo GT naslova. 
Zgornji opis bi lahko prevedli tako, da VLR avstrijskega operaterja naslavlja MSISDN številko, ki se 








Arhitektura TCAP je dvoslojna. Kot je razvidno s slike 13, zgradbo delimo še na dva podsloja: 
 Transportni podsloj na OSI modelu sloja 4 skrbi za vzpostavljanje in vzdrževanje zveze med 
udeleženima stranema. Minimalni podatki, ki jih od svojega uporabnika pričakuje so, kdo je 
pošiljatelj in naslovnik sporočila. Kot prikazuje izpis, naslov pošiljatelja in naslovnika ni 
uporabljen s strani TCAP, ampak je poslan neposredno na SCCP na vnaprejšnje naslavljanje.  
 Komponentni podsloj (angl. Component layer) je odgovoren za sinhronizacijo in usklajevanje 
komunikacije. Zagotavlja tudi stalen podatkovni vmesnik svojim uporabnikom, imenovan 
Aplikacijska protokolna podatkovna enota APDU. Ti prenašajo uporabniške podatke (angl. 
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Payload), ki si jih izmenjujeta MAP protokol in komponentni podsloj. Enote komponentnega 
podsloja so komponente[2, str. 189]. 
 
 




Transportni podsloj (angl. Transaction sublayer) je odgovoren za upravljanje MSU sporočil med 
SCCP nivojem in komponentnim podslojem. 







Sporočilo »Begin« se uporablja za vzpostavitev dialoga s transakcijskim podslojem na drugi strani 
prenosne poti. Dialog ima unikatno originacijsko identifikacijsko številko OTID. 
Sporočilo »Continue« vedno sledi sporočilu »Begin« in vsebuje dodatne informacije, ki jih preda 
prejemnemu transportnemu podsloju. Ta se odzove s potrditvijo, v kolikor je prejel sporočilo. V 
potrditvi se poleg OTID nahaja še terminacijska identifikacijska številka TTID[1, str.28]. 
Sporočilo »End« je uporabljeno, ko želi podsloj prekiniti transakcijo.  
Slika 16 prikazuje, kako MAP protokol zahteva »CancelLocation10« operacijo za brisanje 
uporabniških podatkov na prejemni strani, v našem primeru spodaj v VLR. 
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Slika 16: Primer TCAP sporočila 
 
Slika 17 prikazuje dekodiran potek sporočil med HLR in VLR ob MAP sporočilu »CancelLocation«. 
Sporočilo med MAP »nivoji« se prenaša s pomočjo t. i. invoke komponent v TCAP dialogu[1, 30]. Iz 
dekodiranega sporočila preberemo ID transakcije 0700A920 v heksadecimalnem formatu. 
 





MAP je protokol, ki omogoča komunikacije med posameznimi omrežnimi elementi znotraj NSS in je 
osnova za storitve, kot so kratka tekstovna sporočila, mobilno gostovanje, preverjanje verodostojnosti 
naročnika (angl. Authentication), ipd. MAP določa aplikacijski nivo, na katerem slonijo storitve, ki jih 
mobilno omrežje uporablja[2, str. 160]. Aplikacijski nivo zagotavlja standardizirano skupino MAP 
operacij oz. sporočil, ti se po prenosni poti prenašajo kot strnjen del posameznih SS7 protokolov 




V mobilnih omrežjih je naročnik identificiran s pomočjo številke MSISDN, naročniške številke, katere 
format določa ITU-T Priporočilo E.164[1]. Format številke je vedno mednaroden, ta pa je zgrajen še iz 
klicne kode države CC, nacionalne kode NDC in naročniške številke (SN)[6]. Zgradba MSISDN je na 
spodnji sliki. 
 
MSISDN = CC + NC + SN 
 
Slika 18: Zgradba MSISDN s pripadajočimi formati 
 
V kolikor gledamo s stališča omrežja, nam MSISDN ne predstavlja reference edinstvenosti 
uporabnika, temveč nam to zagotavlja IMSI. IMSI format specificira ITU-T Priporočilo E.212[8]. 
Sestavljena je iz mobilne kode države MCC, kode mobilnega omrežja MNC ter identifikacijska 
številka mobilnega naročnika (angl. MSIN – Mobile Station Identity) (glej sliko 19)[6]. 





Slika 19: Zgradba IMSI 
 
 
Slika 18 prikazuje zgradbo MSISDN, hkrati pa tudi nakazuje zgradbo GT naslova.  Zgradba GT je 
specificirana v ITU-T Priporočilu  E.214[10] in je sledeča[8]: 
GT = CC + NDC + rezerviran številski prostor 
 
V SCCP sporočilih so polja CDA, CGA, SSN, PC in GT vedno prisotna, katero bo uporabljeno, nam 
določa lokacijo naročnikov: 
 Če sta oba naročnika znotraj istega PLMN, se uporablja naslavljanje s pomočjo PC. 
 Če sta oba naročnika znotraj iste države, a ne znotraj istega PLMN, se uporablja naslavljanje s 
pomočjo GT, v formatu E.164. 
 Če sta naročnika v različnih državah, se uporablja naslavljanje s pomočjo GT, a tokrat v 
formatu E.214. 
 
Slednji primer obravnavamo v primeru mobilnega gostovanja. Da pa je mobilno gostovanje 
omogočeno, mora omrežje dovoliti uporabo svojega omrežja gostujočemu naročniku, kar v praksi 
pomeni, da se nastavitve in parametri takega naročnika prenesejo iz domačega HLR v tuj VLR. Edini 
pomemben parameter, s katerim omrežje prepozna tujega naročnika, je IMSI številka. MSC 
»prepozna« uporabnika in preveri njegovo avtentičnost tako, da pošlje poizvedbo domačemu omrežju, 
natančneje HLR. Da pa MSC ve, katero omrežje mora naslavljati, izvede t. i. IMSI analizo, kjer naslov 
formata E.212 pretvori v naslov E.214, ki ga prepozna in ustrezno naslovi. Informacija, kako se IMSI 
analiza izvede, je specificirana v prej omenjenem tehničnem dokumentu IR.21 omrežja, ki mu 
gostujoči naročnik pripada. 
Slika 20 prikazuje postopek pretvorbe E.212 v naslov E.214. MCC del IMSI številke se pretvori v CC, 
MNC del IMSI številke se pretvori v NDC. MSIN formata E.212 se ne preslika sama vase, ampak v 
format E.214. Tako nastalo številko imenujemo MGT. Poudariti je treba, da je MGT translacija možna 





Slika 20. Zgradba IMSI s pripadajočimi formati in dolžinami 
 
Kakšen je  potek formata prve izmenjave sporočil med omrežjem in omrežjem gostujočega naročnika, 
si lahko ogledamo na sliki 21. 
 
Slika 21: Skica MAP Operacije updateLocation 
 
Kot sem že prej omenil, je omrežju edini prepoznavni parameter, ki ga ločuje od domačih naročnikov, 
IMSI gostujočega naročnika. S pomočjo IMSI analize zlahka najdemo pripadajoči HLR, v katerem so 
shranjeni vsi podatki naročnika. Da bo HLR vedel, da ga naslavlja VLR, v katerem se nahaja gostujoč 
naročnik, poda v sporočilu tudi lasten naslov CGA. Ko je enkrat pripadajoči HLR identificiran, se 
vzpostavi dialog med HLR in VLR. Pomembno je, da po vzpostavitvi dialoga poteka samo še 
naslavljanje v formatu E.164. Operacijo, ko se gostujoči naročnik prijavlja v omrežje, imenujemo 




Operacije MAP protokola 
 
MAP uporablja TCAP sporočilo Begin transportnega podsloja, s katerim sproži transakcijo, in 
sporočilo End za prekinitev transakcije. MAP transakcija je zgrajena iz ene operacije in dveh sporočil. 
V spodnji tabeli je navedenih le nekaj primerov[2, str. 219]. 
Operacija Med omrežnima 
elementoma 
Razlaga 
updateLocation HLR-VLR MSC/VLR ob prijavi gostujočega naročnika pošlje to 
sporočilo v domačem omrežju, natančneje v HLR, da 
naredi poizvedbo o profilu naročnika. 
cancelLocation HLR-VLR Ko se gostujoči naročnik prijavi v omrežje, lokalni 
MSC pošlje to sporočilo domačemu VLR, kjer mu 
sporoča, naj pobriše začasne podatke naročnika v njej. 
provideRoaming- 
Number 
HLR-VLR Zahtevek za začasno številko MSRN, ki ga zahteva 
domači HLR od VLR, v katerem naročnik gostuje, za 




HLR-VLR Zahtevek o uporabniškem profilu, ki ga pošlje VLR, v 
katerem naročnik gostuje, domačemu HLR. 
activateSS NSC-VLR, HLR-VLR S tem zahtevkom naročnik naroči spremembo določene 
dodatne storitve (angl. Supplementary Service). 
Storitev je lahko preusmeritev klicev, zapora klicev, 
ipd. 
sendRoutingInfo MSC-HLR Podoben zahtevek kot provideRoaming Number. Ta 
operacija poteka med omrežnima elementoma GMSC 
in HLR. V njej se nahaja MSRN številka, na katero bo 
GMSC terminirala ISUP klic. 
sendRoutingInfo- 
ForSM 
MSC-HLR Operacijo uporabljata MSC in SMSC. V njej se nahaja 
naslov VLR, kamor bo SMSC terminiral sporočilo 
SMS. 
forwardSM MSC-MSC Ko SMSC dobi podatek VLR, pošlje dejansko 
sporočilo (angl. Mobile Originating SMS). 
sendAuthenticationInfo HLR-VLR Ko mobilni aparat zamenja VLR lokacijo, novi VLR 
zahteva avtentikacijske podatke od starega VLR. Če bi 
se v kakršnekoli primeru pripetilo, da stari VLR ne bi 
bil dosegljiv, ostane možnost novega VLR, da zahteva 
te podatke od domačega HLR. 
Tabela 2: Nekateri tipi MAP sporočil 
 
Za samo razumevanje koncepta diplomske naloge si bomo najprej ogledali primer operacije Send 
Authentication Info za potrditev verodostojnosti naročnika ter operacijo za ažuriranje lokacije 
naročnika. Obe MAP operaciji generira VPLMN VLR vedno, ko gostujoči uporabnik prižge telefon in 
se poskuša prijaviti v VPLMN omrežje. Iz dekodiranega zapisa UL lahko s praktičnega primera 
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vidimo, da VPLMN VLR izvede pretvorbo E.212 v naslov E.214 za potrebe naslavljanja. V praksi 
imenujemo to tudi IMSI translacija. IMSI translacija se izvede tudi v sporočilu SAI, saj je le uspešnost 
SAI pogoj za generiranje sporočila UL. V našem primeru se bomo osredotočili le na sporočilo UL, saj 
je le-to pomembno pri upravljanju v gostovanju. 
Podatki, ki se prenesejo iz VPLMN VLR v domači HLR, so IMSI, oz. njegova pretvorba, MSC naslov 
in VLR naslov. 
IMSI je pomemben pri pretvorbi za potrebe preusmerjanja klica. To je bilo opisano v prejšnjem 
poglavju (glej podpoglavje Načrt oštevilčenja). Na MSC naslov je GT naslov MSC, kjer se trenutno 
nahaja gostujoči naročnik, VLR naslov je GT VLR. HPLMN HLR uporablja MSC GT in VLR GT za 
vzdrževanje transakcije med njima[1, 145]  
Slika 22 prikazuje dekodirano MAP sporočilo Update Location, ki ga zahteva VPLMN VLR in pošlje 
HPLMN HLR[1, str. 146]. V takem primeru je tuj naročnik uspešno opravil prijavo v omrežju 
Si.mobil. 
 



















Message type           (9) UDT       Unitdata  
-------------------------------------------------------------------------------- 
SCCP Protocol Class parameter   
-------------------------------------------------------------------------------- 
SCCP Called Party Address parameter   
-------------------------------------------------------------------------------- 
Subsystem # bit        (1) SSN present  
Global title ind       (4) Global title incl. translation type, numbering plan, encoding scheme & addr nature  
Routing bit            (0) Global title based routing   
Subsystem number       (6) HLR      Home Location Register  
Numbering plan         (7) ISDN mobile numbering plan (Rec. E.214)  
Nature of address      (4) International number  
Address signals        436640xxxxxxxxx 
-------------------------------------------------------------------------------- 
SCCP Calling Party Address parameter   
-------------------------------------------------------------------------------- 
Subsystem # bit        (1) SSN present  
Global title ind       (4) Global title incl. translation type, numbering plan, encoding scheme & addr nature  
Routing bit            (0) Global title based routing   
Subsystem number       (7) VLR      Visited Location Register  
Numbering plan         (1) ISDN (Telephony) numbering plan (Rec. E.164/E.163)  
Nature of address      (4) International number  
Address signals        3864000xxx 
-------------------------------------------------------------------------------- 
SCCP Data parameter    
-------------------------------------------------------------------------------- 
Tag                    (98) BGN Begin, constructor, application-wide  
-------------------------------------------------------------------------------- 
OriginatingTransactionID   
-------------------------------------------------------------------------------- 
Tag                    (8) OriginatingTransactionID  
Class and form         (2) Application-wide, primitive  
Originating ID         3200DD9B 
-------------------------------------------------------------------------------- 
Operation Code         
-------------------------------------------------------------------------------- 
Operation Code         (2) UPLC UpdateLocation 
-------------------------------------------------------------------------------- 
IMSI                   
-------------------------------------------------------------------------------- 
Class and form         (0) Universal, primitive  
Address signals        232010810xxxxxx 
-------------------------------------------------------------------------------- 
MSC number             
-------------------------------------------------------------------------------- 
Tag                    (1) MSC number  
Numbering plan         (1) ISDN/Telephony Number Plan (REC E.164)  
Nature of address      (1) international number  
Address signals        3864000xxx 
-------------------------------------------------------------------------------- 
Vlr number             
-------------------------------------------------------------------------------- 
Tag                    (4) Octetstring  
Numbering plan         (1) ISDN/Telephony Number Plan (REC E.164)  
Nature of address      (1) international number  
Address signals        3864000xxx 
Calling Party Address je izpeljan iz IMSI: 
MCC 232 se zamenja z CC 43, 
MNC 01 se zamenja v NDC 664*, 





Message type           (9) UDT       Unitdata  
-------------------------------------------------------------------------------- 
SCCP Protocol Class parameter   
-------------------------------------------------------------------------------- 
SCCP Called Party Address parameter   
-------------------------------------------------------------------------------- 
Subsystem # bit        (1) SSN present  
Global title ind       (4) Global title incl. translation type, numbering plan, encoding scheme & addr 
nature  
Routing bit            (0) Global title based routing   
Subsystem number       (7) VLR      Visited Location Register  
Translation            (0) unknown  
Numbering plan         (1) ISDN (Telephony) numbering plan (Rec. E.164/E.163)  
Nature of address      (4) International number  
Address signals        3864000xxx 
-------------------------------------------------------------------------------- 
SCCP Calling Party Address parameter   
-------------------------------------------------------------------------------- 
Subsystem # bit        (1) SSN present  
Global title ind       (4) Global title incl. translation type, numbering plan, encoding scheme & addr 
nature  
Routing bit            (0) Global title based routing   
Subsystem number       (6) HLR      Home Location Register  
Translation            (0) unknown  
Numbering plan         (1) ISDN (Telephony) numbering plan (Rec. E.164/E.163)  
Nature of address      (4) International number  
Address signals        436640xxxx 
-------------------------------------------------------------------------------- 
SCCP Data parameter    
-------------------------------------------------------------------------------- 
Tag                    (100) END End, constructor, application-wide  
-------------------------------------------------------------------------------- 
DestinationTransactionID   
-------------------------------------------------------------------------------- 
Tag                    (9) DestinationTransactionID  
Class and form         (2) Application-wide, primitive  
Destination ID         3200DD9B 
-------------------------------------------------------------------------------- 
Operation Code  
-------------------------------------------------------------------------------- 
Tag                    (2) Local  
Class and form         (0) Universal, primitive  
Operation Code         (2) UPLC UpdateLocation  
-------------------------------------------------------------------------------- 
Parameter Sequence     
-------------------------------------------------------------------------------- 
Tag                    (16) Parameter Sequence  
Class and form         (1) Universal, constructor  
-------------------------------------------------------------------------------- 
UpdateLocation         
-------------------------------------------------------------------------------- 
Tag                    (4) Octetstring  
Class and form         (0) Universal, primitive  
Numbering plan         (1) ISDN/Telephony Number Plan (REC E.164)  
Nature of address      (1) international number  
Extension Bit          (1) No extension  
Address signals        4366401162 
V povratnem sporočilu, kot odgovor na UL, 
imamo naslednja sporočila:  
Calling Party Address iz zahtevka je zamenjan 
v Called Party Address v odgovoru. Odgovor 
je generiran s strani HPLMN HLR. 
Da gre v našem primeru za isto transakcijo, je razločno iz 




Ko HPLMN HLR zahtevek prejme, se odzove in pošlje naročniški profil VPLMN VLR, v našem 
primeru Si.mobilu. To stori z MAP operacijo InsertSubscriberData. Rezultat operacije je uspešno 
prenešen profil naročnika v VPLMN VLR. Spodaj je primer delnega izpisa iz domačega VLR, po 
uspešno opravljeni prijavi v Si.mobilovo omrežje, kjer je jasno vidno, v kateri VLR je uporabnik 






                                       MSC ID = 3864000xxx 
                                     MSC NAME = MSCMB 
                                 BASIC MSISDN = 436888***19367 
                                         IMSI = 232010***019367 
                                         TMSI = 0x79**2DBB 
                                         IMEI = 35370***2000980 
                                   VLR NUMBER = 3864000*** 
                              HLR ISDN NUMBER = 4366401*** 
                                HLR ISDN NAME = NULL 
                       CATEGORY OF SUBSCRIBER = ORDINARY CALLING SUBSCRIBER 
                               ROUTE CATEGORY = 0 
                                    ROAM TYPE = ROAM_INTER 
                                  ACCESS TYPE = GSM 
                              SUBSCRIBER TYPE = UMTS SUBSCRIBER 
                    SUBSCRIBER PRIORITY LEVEL = 0 
                           LOCATION AREA CODE = 293-*-0*01C2 
                              CELL IDENTIFIER = 0x2*5* 
                                    CELL NAME = LAC-4**/GCI-1**91 
                         ATTACH/DETACH STATUS = ATTACH 
             SUBSCRIBER DATA CONFIRMED BY HLR = CONFIRMED 
   SUBSCRIBER DATA CONFIRMED BY RADIO CONTACT = CONFIRMED 
               LOCATION INFO CONFIRMED BY HLR = CONFIRMED 
                           TRANSACTION STATUS = IDLE 
                            LAST RADIO ACCESS = 2016-01-29 13:15:25 
                 SHORT MESSAGE WAITING STATUS = NO WAIT 
                 LOCATION AREA ROAMING STATUS = ALLOWED 
   ROAMING STATUS DUE TO UNSUPPORTED FEATURES = ******* 
                                  SGSN NUMBER =  
                      GS STATUS OF SUBSCRIBER = Gs-NULL 
                            OPERATOR PROHIBIT = NO 
                    BARRING OF OUTGOING CALLS = NONE 




V naslednjem sklopu poglavij si bomo pogledali tehnično delovanje preusmerjanja naročnikov v 
zaželeno tuje omrežje, ki je omogočeno z omenjenimi zavrnitvenimi sporočili. 
 
2.3 Preusmerjanje uporabnikov v mobilnem gostovanju 
 
 
Kot že omenjeno v uvodu, je proces preusmerjanja mobilnih uporabnikov v tujem omrežju način, kako 
zmanjševati stroške, ki jih naročniki operaterja A napravijo v tujini pri operaterju B med gostovanjem. 
Operaterja, ki imata boljše medoperaterske tarife, si »izmenjujeta« naročnike. Več kot je uporabnikov, 
in s tem opravljenih minut, boljša je izhodiščna cena tudi za nadaljnja pogajanja med operaterjema. Če 
pa ima operater boljše veleprodajne pogoje s tujim partnerjem, lahko hkrati nudi boljše cenovne 
pogoje svojim naročnikom. 
Poleg komercialnega vidika je pomembno omeniti, da tak način delovanja prinaša kakovostnejše 
storitve stranke v tujini. V kolikor bi se v našem primeru zgodilo nedelovanje omrežja operaterja B, 
ima možnost operater A preusmeriti uporabnike na tujega operaterja, npr. operaterja C, v kolikor 
pokritost operaterja C le-to omogoča in imata med seboj podpisano pogodbo o gostovanju. 
Danes poznamo dve tehnični izvedbi SoR, in sicer s pomočjo SS7 signalizacije ter metode storitev po 
zraku OTA. Prvo upravljamo s pomočjo SoR platforme, ki zavrača ali potrjuje prijavo v nepartnersko 
oz. partnersko omrežje. Komercialni pogoji med domačim in tujim omrežjem krojijo nastavitve na 
SoR platformi. Tudi pri OTA metodi so komercialni pogoji osnova za nastavitve partnerskega oz. 
nepartnerskega omrežja. Slednje se nahajajo v sporočilu, ki ga domače omrežje po potrebi pošlje 
uporabniku, natančneje njegovi SIM kartici.  Prvo bomo podrobneje pregledali, saj je v širši uporabi v 
primerjavi z rešitvijo OTA. 
 
2.3.1 Metoda preusmerjanja s pomočjo SS7 
 
Metodo preusmerjanja s pomočjo SS7 (tudi angl. SS7 Node Based redirection) lahko izvedemo na 
različne načine. Ob tem lahko uporabimo namenski strežnik, ki bo preusmerjal promet v gostovanju, 
poznamo pa tudi različico, ki je izvedena s pomočjo že obstoječih elementov jedrnega omrežja, npr. 
HLR. 
Na podlagi MSC/ VLR naslovov, ki se nahajata v MAP sporočilu UpdateLocation in SCCP-UDT 
sporočilu, bo namenski strežnik, imenovan tudi platforma za preusmerjanje uporabnikov (angl. 
Steering platform, Managing Roaming platform), sprejel, ali naj odobri prijavo naročnika v VPLMN 
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in posreduje prijavo v HLR ali naj zavrne prijavo ter naročniku onemogoči gostovanje v omrežju. S 
kombinacijo števila zavrnitev in s katerim sporočilom je zavrnjena prijava, omogočimo mobilnemu 
terminalu izbiro drugega omrežja. Kakšne vplive ima uporaba različnih zavrnitvenih sporočil na 
mobilni terminal in uporabniško izkušnjo, najdemo v 3GPP TS 24.008[4.4.4.7].  
 
  
Slika 23: Arhitektura omrežij z implementirano SoR platformo 
 
Z nabora prej omenjenih sporočil za zavrnitev prijave v omrežje za SoR najbolj pogosto uporabljamo 
sledeče[9, str. 6]: 
 Roaming not allowed. Privzeta vrednost zavrnitve zahteve, v kolikor ni drugega razloga. 
 Unexpected data value. Tip sporočila je pravilen, a je vrednost podatkov v njem napačna 
in nepričakovana.  
 System failure. Zavrnitev prijave zaradi napake v vozlišču. 
 Data missing. Manjka opcijski parameter v sporočilu. 
 
GSMA IR.7311 priporoča uporabo prvih dveh. V naslednjih stavkih si bomo podrobneje pogledali obe. 
 
Roaming not allowed 
 
Ko tuj VLR prejme takšno sporočilo, se VPLMN vnese na Forbidden List12. Naročniku v takem 
primeru ne preostane drugega, kot da se ročno prijavi nanj, tokrat uspešno[10, 10]. Zgodi se, da ko se 
                                                          
11
 IR.73 v4.0 Steering of Roaming Implementation Guidelines – GSMA priporočilo za operaterje pri uvedbi 
upravljanja mobilnega gostovanja 
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tak naročnik zopet pojavi v domačem omrežju, se lista prepiše z novim seznamom preko OTA in 
nezaželenega omrežja ni več na seznamu nezaželjenih VPLMN. 
Vpliv takega tipa sporočila je različen pri različnih modelih in proizvajalcih mobilnih aparatov. 
 
 
Slika 24: Mehanizem preusmerjanja s pomočjo zavrnitve »roaming not allowed« 
 
V zgornji shemi mehanizma poteka sporočil in izpisa dekodiranega MAP sporočila smo namenoma 
izpustili potek SAI sporočil, saj nam za prikaz delovanja upravljanja z gostovanjem ne služijo. 
                                                                                                                                                                                     
12



























Message type           (9) UDT       Unitdata  
-------------------------------------------------------------------------------- 
SCCP Protocol Class parameter   
-------------------------------------------------------------------------------- 
SCCP Called Party Address parameter   
-------------------------------------------------------------------------------- 
Subsystem # bit        (1) SSN present  
Global title ind       (4) Global title incl. translation type, numbering plan, encoding scheme & addr nature  
Routing bit            (0) Global title based routing   
Subsystem number       (6) HLR      Home Location Register  
Numbering plan         (7) ISDN mobile numbering plan (Rec. E.214)  
Nature of address      (4) International number  
Address signals        359***911239**2 
-------------------------------------------------------------------------------- 
SCCP Calling Party Address parameter   
-------------------------------------------------------------------------------- 
Subsystem # bit        (1) SSN present  
Global title ind       (4) Global title incl. translation type, numbering plan, encoding scheme & addr nature  
Routing bit            (0) Global title based routing   
Subsystem number       (7) VLR      Visited Location Register  
Numbering plan         (1) ISDN (Telephony) numbering plan (Rec. E.164/E.163)  
Nature of address      (4) International number  
Address signals        3864000*** 
-------------------------------------------------------------------------------- 
SCCP Data parameter    
-------------------------------------------------------------------------------- 
Tag                    (98) BGN Begin, constructor, application-wide  
-------------------------------------------------------------------------------- 
OriginatingTransactionID   
-------------------------------------------------------------------------------- 
Tag                    (8) OriginatingTransactionID  
Class and form         (2) Application-wide, primitive  
Originating ID         27008329 
-------------------------------------------------------------------------------- 
Operation Code         
-------------------------------------------------------------------------------- 
Operation Code         (2) UPLC UpdateLocation  
-------------------------------------------------------------------------------- 
IMSI                   
-------------------------------------------------------------------------------- 
Class and form         (0) Universal, primitive  
Address signals        2840***11239**2 
-------------------------------------------------------------------------------- 
MSC number             
-------------------------------------------------------------------------------- 
Tag                    (1) MSC number  
Numbering plan         (1) ISDN/Telephony Number Plan (REC E.164)  
Nature of address      (1) international number  
Address signals        3864000*** 
-------------------------------------------------------------------------------- 
Vlr number             
-------------------------------------------------------------------------------- 
Tag                    (4) Octetstring  
Numbering plan         (1) ISDN/Telephony Number Plan (REC E.164)  
Nature of address      (1) international number  
Address signals        3864000*** 







Message type           (9) UDT       Unitdata  
-------------------------------------------------------------------------------- 
SCCP Protocol Class parameter   
-------------------------------------------------------------------------------- 
SCCP Called Party Address parameter   
-------------------------------------------------------------------------------- 
Subsystem # bit        (1) SSN present  
Global title ind       (4) Global title incl. translation type, numbering plan, encoding scheme & addr nature  
Routing bit            (0) Global title based routing   
Subsystem number       (7) VLR      Visited Location Register  
Numbering plan         (1) ISDN (Telephony) numbering plan (Rec. E.164/E.163)  
Nature of address      (4) International number  
Address signals        3864000*** 
-------------------------------------------------------------------------------- 
SCCP Calling Party Address parameter   
-------------------------------------------------------------------------------- 
Subsystem # bit        (1) SSN present  
Global title ind       (4) Global title incl. translation type, numbering plan, encoding scheme & addr nature  
Routing bit            (0) Global title based routing   
Subsystem number       (6) HLR      Home Location Register  
Numbering plan         (1) ISDN (Telephony) numbering plan (Rec. E.164/E.163)  
Nature of address      (4) International number  
Address signals        3598*0002** 
-------------------------------------------------------------------------------- 
SCCP Data parameter    
-------------------------------------------------------------------------------- 
Tag                    (100) END End, constructor, application-wide  
-------------------------------------------------------------------------------- 
DestinationTransactionID   
-------------------------------------------------------------------------------- 
Tag                    (9) DestinationTransactionID  
Class and form         (2) Application-wide, primitive  
Destination ID         27008329 
-------------------------------------------------------------------------------- 
Object Identifier      
-------------------------------------------------------------------------------- 
Protocol               (4) itu-t identified-organization  
SubProtocol            (0) etsi  
Domain                 (0) mobileDomain  
AC name                (1) map-ac networkLocUp  
Version                (3) version3 (3)  
-------------------------------------------------------------------------------- 
TCAP Error Code        
-------------------------------------------------------------------------------- 
Tag                    (2) Local  
Class and form         (0) Universal, primitive  
Error Code             (8) Roaming Not Allowed  
-------------------------------------------------------------------------------- 
Roaming Not Allowed Cause   
-------------------------------------------------------------------------------- 
Tag                    (10) Enumerated  
Class and form         (0) Universal, primitive  
Error Code             (0) plmnRoamingNotAllowed  
-------------------------------------------------------------------------------- 
V povratnem sporočilu je bila prijava v 
omrežje zavrnjena, in sicer z razlogom 




Unexpected Data value 
 
Ko terminal prejme tako zavrnitveno sporočilo, poskuša še trikrat izvesti UpdateLocation in v kolikor 
neuspešno, mu mora SoR platforma v 4. omogočiti prijavo[11]. Ali bo po treh poskusih mobilni aparat 
še poskušal s prijavo na isto omrežje ali katero drugo, je odvisno od implementacije partnerjevih 




Slika 25: Mehanizem preusmerjanja s pomočjo zavrnitve »unexpected data value« 
 
Da omejimo število zavrnitev na naročnika, lahko določimo maksimalno število zavrnitev na 


























Message type           (9) UDT       Unitdata  
-------------------------------------------------------------------------------- 
SCCP Protocol Class parameter   
-------------------------------------------------------------------------------- 
SCCP Called Party Address parameter   
-------------------------------------------------------------------------------- 
Subsystem # bit        (1) SSN present  
Global title ind       (4) Global title incl. translation type, numbering plan, encoding scheme & addr nature  
Routing bit            (0) Global title based routing   
Subsystem number       (7) VLR      Visited Location Register  
Numbering plan         (1) ISDN (Telephony) numbering plan (Rec. E.164/E.163)  
Nature of address      (4) International number  
Address signals        3864000*** 
-------------------------------------------------------------------------------- 
SCCP Calling Party Address parameter   
-------------------------------------------------------------------------------- 
Subsystem # bit        (1) SSN present  
Global title ind       (4) Global title incl. translation type, numbering plan, encoding scheme & addr nature  
Routing bit            (0) Global title based routing   
Subsystem number       (6) HLR      Home Location Register  
Numbering plan         (1) ISDN (Telephony) numbering plan (Rec. E.164/E.163)  
Nature of address      (4) International number  
Address signals        3859*120** 
-------------------------------------------------------------------------------- 
SCCP Data parameter    
-------------------------------------------------------------------------------- 
Tag                    (100) END End, constructor, application-wide  
-------------------------------------------------------------------------------- 
DestinationTransactionID   
-------------------------------------------------------------------------------- 
Tag                    (9) DestinationTransactionID  
Class and form         (2) Application-wide, primitive  
Destination ID         2700D4B8 
-------------------------------------------------------------------------------- 
Octet068  Object Identifier      
-------------------------------------------------------------------------------- 
Protocol               (4) itu-t identified-organization  
SubProtocol            (0) etsi  
AC name                (1) map-ac networkLocUp  
Version                (3) version3 (3)  
-------------------------------------------------------------------------------- 
ReturnError            
-------------------------------------------------------------------------------- 
Tag                    (3) ReturnError   
Class and form         (5) Context-specific, constructor  
-------------------------------------------------------------------------------- 
TCAP Error Code        
-------------------------------------------------------------------------------- 
Tag                    (2) Local  
Class and form         (0) Universal, primitive  
Error Code             (36) Unexpected Data Value  
------------------------------------------------------------------------------ 
Unexpected Data Value  
-------------------------------------------------------------------------------- 
Tag                    (16) Parameter Sequence  
Class and form         (1) Universal, constructor  
-------------------------------------------------------------------------------- 
V povratnem sporočilu je prijava v omrežje 





V kolikor želimo čim manjši vpliv na povečanje signalizacije na strani nezaželjenega VPLMN, je 
primerna uporaba z zavrnitvenim sporočilom Roaming not allowed. Če pa želimo, da se naročnikom 
mobilni aparat avtomatsko prijavi v nezaželeno VPLM, kjer nima pokritosti zaželeni VPLM, 
uporabimo zavrnitev Unexpected Data value. 
 
2.3.2 Storitev po zraku 
 
Uporabnike v gostujočem mobilnem omrežju preusmerjamo ne samo s SS7, ampak tudi s pomočjo t. i. 
OTA oz. storitev po zraku (tudi angl. SIM based steering). OTA način je bil uveden pred načinom 
preusmerjanja s SS7, a se je zaradi nerodnosti in počasnosti le-te, prijela šele z izboljšavami[9, str. 24]. 
Tak način omogoča domačim operaterjem uvedbo storitve spreminjanja profila in nastavitev SIM 
kartice na daljavo, v našem primeru osvežitve PLMN seznama zaželenih omrežij. 
Delovanje mehanizma OTA pokriva dokument 3GPP TS 03.48 – Security mechanisms for the SIM 
application toolkit ter GSMA dokument PRD IR.73 – Steering of Roaming Implementation 
Guidelines. 
OTA temelji na arhitekturi strežnik/odjemalec, kjer je na eni strani mobilni operater s podpornimi 
službami (naročniška služba, sistem za obračunavanje storitve, ipd.) ter na trugi strani s stranko, z 
uporabniško SIM kartico. Podporne službe pošljejo zahtevek za spremembo na OTA Strežnik, ki ga 
posreduje, tokrat v obliki kratkega sporočila SMS, na SMSC. Slednji je odgovoren za dokončno 
dostavo uporabniku/uporabnikom.  
OTA strežnik prejema zahtevke od SoR platforme, ki ve, katero SIM kartico oz. SIM profil mora 
spremeniti, nadgraditi ali aktivirati. OTA Strežnik je hkrati podatkovna baza in vsebuje podrobnosti 
SIM kartice, kot so npr. SIM proizvajalec, identifikacijska številka kartice, IMSI, naročniška številka, 
ipd. 
Naslednji korak je enkapsulacija takega zahtevka v sporočilo, da ga bo SIM kartica, na prejemnikovi 
strani, razumela. Da se to doseže, ima OTA Strežnik bazo formatov sporočil za vsakega proizvajalca 
SIM posebej. Preden se bo takšno sporočilo poslalo uporabniku, ga bo OTA Strežnik spremenil v 
format, da ga bo uporabniška SIM prepoznala. 
Tretji korak je pošiljanje adaptiranega sporočila na SMSC z uporabo pravilnega nabora parametrov, ki 
jih opisuje prej omenjeni standard 3GPP 03.48. Na koncu OTA Strežnik razpošlje potrebna kratka 
sporočila. V tem koraku je strežnik odgovoren za varnost in neokrnjenost sporočila. 
Ob uporabi zgornje rešitve za preusmerjanje uporabnikov v gostujočem omrežju se soočamo z dvema 
težavama.  Prva je ta, da morajo biti zahtevki dovolj pogosti, da je PLMN seznam na aparatu primeren 
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za omrežje, v katerem gostujemo. Neosvežen PLMN seznam bi lahko bil v nasprotju s SS7 
preusmerjanjem in bi onemogočal prijavo uporabniku v omrežje. Dejstvo, da mobilna naprava prebere 
in upošteva PLMN seznam operaterjev šele med prižiganjem in vzpostavljanjem operacijskega 
sistema v mobilnem aparatu, pa predstavlja drugo težavo. 
Da bi ravnokar omenjeni težavi rešili in omogočili OTA načinu preusmerjanje uporabnikov, da 
postane širše v uporabi, je 3GPP telo izpolnilo željo GSMA združenja in uvedlo med standardne ukaze 
tudi ukaz REFRESH[13, str. 10–11]. Naloga ukaza REFRESH je prepisati vsebino PLMN seznama v 
spomin mobilnega aparata. Tako postane OTA preusmerjanje uporabno, saj imamo storitev v realnem 
času. V kombinaciji takšne uporabe in preusmerjanja s pomočjo SS7 postane preusmerjanja 
najučinkovitejše[12, str. 20]. 
 
S pomočjo  slike 26 lahko razberemo, kako dinamičen je lahko sistem OTA. Postopek je sledeč: 
 Ob poskusu prijave naročnika oz. SIM kartice v tuje omrežje in zahtevku UpdateLocation SoR 
platforma generira novo listo zaželenih PLMN, v kolikor je to potrebno, pošlje nabor z novim 
seznamom PLMN, na  t. i. OTA platformo. 
 SoR platforma pošlje ta nabor na OTA platformo. 
 OTA platforma posreduje PLMN seznam, s pomočjo ukaza REFRESH, naročniški SIM 
kartici. 
 SIM kartica posodobi listo zaželenih PLMN na mobilni napravi s pomočjo t. i. REFRESH 
aplikacije. 










Ob opisu zgornjega delovanja pojasnimo točneje še funkcijo ukaza REFRESH. Ukaz REFRESH, po 
definiciji standarda 3GPP TS 11.11 – Specification of the Subscriber Identity Module – Mobile 
Equipment (SIM-ME) Interface, zahteva, da mobilni aparat izvede inicializacijo SIM kartice ali 
obvesti mobilni aparat, da je PLMN seznam osvežen in mora biti kopiran v spomin aparata. Ime 
registra, kjer se nahaja med drugim tudi naš PLMN seznam, je shranjen v enem od  t. i. »Elementary 
File« (EF). Ukaz omogoča tudi daljinski ponovni zagon branja SIM kartice (TS 11.14).  
Spodaj si oglejmo tipe ukaza REFRESH in njihov pomen ter kodni zapis, ki se ga uporablja v fazi 
prenosa sporočila. 
 
Koda Pomen Dejanje 
»00« SIM Initialization and Full 
File Change Notification 
Inicializacija SIM kartice in sporočili ME13, da sta se 
vsebina in/ali oblika EF v celoti spremenila na SIM 
kartici. Če je vsebina SIM EF v spominu ME, potem 
mora ME to vsebino osvežiti. 
»01« File Change Notification Obvestilo ME, da je EF na SIM kartici spremenjen.  
»02« SIM Initialization and File 
Change Notification 
Inicializacija SIM kartice in sporočili ME, da sta se 
vsebina in/ali oblika EF na SIM kartici spremenili. 
»03« SIM Initialization Sproži inicializacijo SIM kartice. ME ne izvede 
električnega reseta SIM kartice.  
»04« SIM Reset ME izvede električni reset SIM kartice. 
»05« do »FF« Reserved values Rezervirane vrednosti.  
Tabela 3: Tipi ukaza REFRESH 
 
Za uspešno osvežitev našega PLMN seznama uporabljamo ukaz REFRESH tipa »00«. V kolikor je bil 
postopek osveževanja EF zaključen, ME pošlje SIM kartici ukaz TERMINAL RESPONSE (OK). 
 
2.3.3 Težave ob SS7 metodi preusmerjanja 
 
Težava, ki se lahko pojavi pri taki tehnični rešitvi preusmerjanja naročnikov, je pri nadzoru kvalitete 
uspešnosti prijave tujih naročnikov v omrežje. Če SoR mehanizem zavrne prijavo z neprepoznanim 
                                                          
13
 Mobile Entity - Mobilni aparat 
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zavrnitvenim sporočilom, domače omrežje ni sposobno razlikovati, ali ima tuje omrežje težavo ali gre 
za SoR. 
Težava se pojavi tudi, ko uporabniku zavračamo prijavo v omrežje, kljub temu da na lokaciji, kjer se 
nahaja uporabnik, ni signala drugega omrežja.  
Z uporabo specifičnih zavrnitvenih sporočil, vključno s prej omenjenim UDTS, ki je bil odgovor na 
sendAuthenticationInfo, se bo med domačim in tujim omrežjem povečalo število MSU.  
 
2.3.4 Težave ob OTA metodi preusmerjanja 
 
Težava pri OTA preusmerjanju je, da mora biti naročnik, ki mu je poslan ukaz REFRESH, prijavljen 
na omrežje, če hoče le-tega dobiti. Če je bil uporabnik prijavljen v nezaželeno omrežje, preden je dobil 
posodobljeno PLMN listo, je to predstavljalo škodo za domačega operaterja. 
OTA mehanizem je v precejšnji meri odvisen od gostujočega omrežja, v kolikor se bo PLMN lista 
dostavila na uporabnika ali ne ter od mobilnega aparata, v kolikor podpira ukaz REFRESH. 
V primeru, ko imamo več podpisanih pogodb o popustu znotraj iste države, OTA mehanizmu 
primanjkuje fleksibilnosti, da bi bil kos taki težavi. 
 
2.3.5 Upravljanje z gostovanjem na LTE tehnologiji 
 
Ker danes uporabnikovo potrebo po boljših in hitrejših storitvah tešimo tudi z nudenjem storitev na  t. 
i. mobilni tehnologiji četrte generacije oz. LTE, moramo tudi na slednji omogočati preusmerjanje 
domačih uporabnikov, medtem ko gostujejo. Ob dejstvu, da LTE podpira izključno podatkovne 
storitve, se namesto MAP protokola za prenos signalizacije uporablja t. i. Diameter 14 protokol.  
Preden si bomo pogledali delovanje upravljanja v tujem LTE omrežju, si razjasnimo, kako prijava v 
tako omrežje sploh deluje.  
Na sliki 27 vidimo, da ko mobilni aparat  zazna, da ni več v domačem omrežju (ali na drugi lokaciji 
znotraj domačega HSS), pošlje zahtevo za prijavo v omrežje, ki je trenutno na voljo in ga servisira 
MME. To stori s pomočjo t. i. Tracking Area Update sporočila, ki ga pošlje na omrežni element 
MME. Slednji prepozna tujega uporabnika in posreduje zahtevo za prijavo v domači MME. Ta sproži 
zahtevo (angl. Update Location) na omrežni element HSS preko DIAMETER protokola[9, 17].  
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Slika 27: Prijava v tuje LTE omrežje 
 
Upravljanje gostujočega uporabnika v LTE tehnologiji je podobno po principu usmerjanja po metodi 
SS7. LTE NTR15 platforma zavrne prijavo z vračanjem Update Location Answer tujemu MME z 
zavrnitvenimi sporočili. Slika nam prikazuje takšen potek: 
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Slika 28: Zavrnitev prijave uporabnika v LTE tujega omrežja 
 
S slike 28 je razvidno, da lahko, enako kot pri SS7 metodi, zavračamo uporabniku prijavo v omrežje s 
pomočjo različnih zavrnitvenih kod (angl. Result Code)[9, 19]. Glede na zavnitveno kodo, ki jo pošlje 
SoR platforma, je obnašanje mobilnega aparata ter uporabniške izkušnje drugačna. Po preteku petih 
zavrnitvah prijave SoR platforma dovoli uporabniku prijaviti se v želeno omrežje, tokrat na e-
UTRAN, radijski del tujega LTE omrežja. 
3 Realizacija v podjetju Si.mobil 
 
Realizacija preusmerjanja uporabnikov je v podjetju Si.mobil izpeljana po klasični metodi. Ta 
upošteva, da SCCP ponudnik pošilja zahteve za prijavo v tuje omrežje na SoR platformo, ta pa na 
podlagi podatkov odloča, ali bo zahtevo ugodila ali zavrnila. Kako uspešni smo pri tem, si bomo 
pogledali v naslednjih podpoglavjih. 
3.1  Spremljanje uspešnosti preusmerjanja 
 
Ključne kazalce uspešnosti (KPI) pokrivata GSMA dokumenta PRD.81 GRQ Measurement 
Implementation, ki oriše tehnični okvir ustreznih aktivnih testiranj ter pasivnega spremljanja kakovosti 
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gostovanja za glasovne, sporočilne in podatkovne storitve. V pomoč mu je dodatno še PRD dokument 
IR.42 Definition of Quality of Service parameters and their computation, ki specificira storitvene 
parametre in izračun ključnih kazalcev. Parametri, ki so določeni v IR.81 in IR.42, so zavezujoči v 
sklopu Pogodbe o gostovanju.  
Ključni kazalci uspešnosti, ki si jih bomo sposodili iz prej omenjenih dokumentov, so kazalec 
uspešnega ali neuspešnega uporabnika (Uporabniški KPI) ali število uspešnih in neuspešnih MAP 
transakcij, ki jih posredno sproži uporabnik (Transakcijski KPI). Medtem ko se na uporabniške KPI 
zanesemo predvsem, ko bi radi vedeli kvaliteto storitev v gostovanju, nam transakcijski KPI 
največkrat pove, v kolikor prihaja do težav na prenosni poti. Razlikovanje teh kazalcev je ključno in se 
najboljše kaže v sledečem primeru. Skupina jeznih uporabnikov proži klice, ki zaradi napake ne 
delujejo, a ob tem prožijo številne transakcije. V takem primeru bi takšno obnašanje drastično vplivalo 
na transakcijske KPI, a bi imelo le majhen vpliv na uporabniške KPI. 
Razjasniti je treba še dejstvo, da lahko za vsako operacijo MAP protokola uporabimo oba zgornja 
kazalca, s pravo izbiro MAP operacij lahko prikažemo realno sliko preusmerjenja.  
Preden preidemo na praktičen primer, razložimo, na katere posamezne podkazalce je razdeljen 
uporabniški KPI in na katere transakcijski KPI  ter njihov pomen. 
Uporabniški  KPI je sestavljen iz naslednjih podkazalcev: 
Users All Podkazalec, ki nam pove število unikatno zaznanih uporabnikov. 
Users OK Podkazalec, ki upodablja število uporabnikov, ki so izvedli storitev brez težave. 
Users UC Podkazalec, ki prikazuje število zavrnitev uporabnika na MAP nivoju (angl. User 
Cause). 
Userc NC Podkazalec, ki prikazuje število zavrnitev uporabnika že na SCCP nivoju (angl.   
Network  Cause). 
User POK Podkazalec, ki pove število uporabnikov, ki so imeli delno uspešne in delno 
neuspešne zahteve. 
User NOK Podkazalec, ki pove število uporabnikov, ki so imeli le neuspešne zahteve. 
Tabela 4: Zgradba uporabniškega KPI 
 





Transakcijski KPI vsebujejo podkazalce, kot jih prikazuje tabela 5: 
 
Transaction All Podkazalec pomeni število vseh medsebojnih transakcij. 
Transaction OK Pove število vseh uspešnih medsebojnih transakcij. 
Transaction UC Pove število zavrnitev transakcij na MAP nivoju. 
Transaction NC Pove število zavrnitev sporočil na SCCP nivoju. 
Transaction NOR Pove število vseh neuspešnih transakcij. 
Tabela 5: Zgradba transakcijskega KPI 
 
Za boljšo korelacijo med zgoraj omenjenima kazalcema pa se bomo v našem primeru poslužili še 
kombiniranega modela obeh kazalcev.  
 
3.1.1 Vpliv spremembe preusmerjanja gostovanja na ključne kazalce uspešnosti  
 
Ker se spremembe preusmerjanja izvajajo samo ob podpisu Pogodbe o gostovanju ali/in Pogodbe o 
popustih oz. njene spremembe, bom za praktičen primer uporabil spremembo, ki smo jo izvedli v 
podjetju Si.mobil.  
 
Nastavitev parametrov za SoR 
Dva ključna parametra, ki morata biti definirana pred začetkom delovanja preusmerjenja sta relacija 
IMSI/VLR bloka in operaterja (s to relacijo je unikatno opredeljen operater na SoR platformi) ter 
relacija operater in odstotek preusmerjanja (s to relacijo opredelimo kam in koliko odstotkov 
uporabnikov želimo preusmeriti). Tabeli 6 in 7 sta primera takšnih relacij. 
H spodnjim tabelam sodi dodatna razlaga. V stolpcu TADIG koda, se nahaja unikatna 5-mestna koda 
vsakega operaterja. TADIG koda, je dodeljena s strani TADIG skupine znotraj organizacije GSMA. 
Zgrajena je iz dveh delov, kjer so prva tri mesta rezervirana za kodo države, označeno po standardu 
ISO-3166-1, preostali dve pa operaterja znotraj države. 
 
Država Omrežje TADIG koda IMSI blok 
Australia Vodafone Pacific Limited AUSVF 50503 
Austria A1 Telekom Austria AUTPT 23201 
Austria Orange Austria AUTCA 23205 
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Austria T-Mobile Austria AUTMM 23203 
Azerbaijan Azercell AZEAC 40001 
Azerbaijan Azerfon Vodafone Azerbaijan AZEAF 40004 
Azerbaijan Bakcell Azerbaijan AZEBC 40002 
Belarus Mobile TeleSystems BLR02 25702 
Belarus Velcom BLRMD 25701 
Belgium BASE BELKO 20620 
Belgium Belgacom Mobile – Proximus BELTB 20601 
Belgium Orange  BELMO 20610 
Bosnia & Herzegovina BH Public Enterprise PTT BIHPT 21890 
Tabela 6: Relacija IMSI in operater 
 
V našem praktičnem primeru smo, po podpisu pogodbe o popustih med Si.mobilom in operaterjem A, 
usmerili naše naročnike v omrežje operaterja A po naslednji tabeli: 
 










DržavaA Standard Operater A 40u 100u 2015-12-11, 12:30 veleprodajna odredba 
DržavaA Standard Operater B 60u 0+u 2015-12-11, 12:30 veleprodajna odredba 
DržavaA Predplačnik Operater A 59u 100u 2015-12-11, 12:30 veleprodajna odredba 
DržavaA Predplačnik Operater B 40u 0+u 2015-12-11, 12:30 veleprodajna odredba 
Tabela 7: Nastavitve na SoR platformi 
 
H gornji tabeli sodi dodatna razlaga. »Tip SIM« stolpec opredeljuje različne profile SIM kartic, med 
sabo pa se razlikujejo po IMSI blokih. Številke pri »stari« oz. »novi nastavitvi« pomenijo odstotek 
preusmerjanja. Dodatna oznaka »u« pomeni, da se za zavračanje prijave določenega operaterja 
uporablja MAP sporočilo »Unexpected Data Value«. V primeru ko imamo »+u« pomeni, da ta 
operater ni partner in je nezaželen.  
Nastavitev parametrov za SoR 
Pri nastavitvah na OTA platformi je ključna PLMN lista, ki se pošlje na naročnikov mobilni aparat z 
ukazom REFRESH. PLMN lista vsebuje seznam operaterjev, kjer je vrstni red na listi ključen pri 

















Tabela 8: PLMN lista 
Tabelo 8 beremo sledeče: BELKO omrežje ima najvišjo prioriteto, nato ji sledi omrežje BIHPT itd. 
Tako bi se na primer v italijanskih omrežjih naš aparat prednostno prijavil na omrežje ITAVF in ne v 
omrežje ITAOM. 
Kot rezultat zgornjih sprememb je iz spodnjega grafa vidna razlika v uporabniškem KPI za MAP 
operacijo «UpdateLocation«, tako za operaterja A kot za operaterja B. Spodnji in vsi grafi, ki si 
sledijo, so bili vzorčeni vsako uro posebej v razmaku 2–3 dni oz. obdobju, ki je najboljši pokazatelj za 
preusmerjanja mobilnega gostovanja.  
 
Slika 29: Sprememba uspešnosti UpdateLocation pri operaterju A 
 
S slike 29 je razvidno, kako se drastično poveča uspešnost prijave v omrežje operaterja A z dnem 11–
12–2015 11:00, rdeče označeno. Srednja vrednost tega kazalca, Users OK iz tabele 4, je bila pred 
spremembo v povprečju nekje 4, po spremembi pa linearno narašča, kjer doseže že v času 36 ur 
vrednost 30.  Graf nazorno prikazuje tudi padec števila zavrnitev uporabnika na SCCP nivoju, točno 
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ob času spremembe preusmerjanja; na sliki 29 prikazana s turkizno barvo kazalec Users NC iz iste 
tabele. Nenazadnje tako omogoča prijavo uporabnika v želeno mobilno omrežje. 
Pri operaterju, ki smo mu znižali odstotek preusmerjanja, pa je pojav sledeč. Vidimo, da se skupno 
število uporabnikov, ob času spremembe,  ni zmanjšalo, a se je drastično povečalo število 
uporabnikov, kjer so zavrnjene zahteve. Glej sliko 30, kazalce Users POK, Users NOK in kazalec 
Users NC. Ob tem se je povečalo število prijav, kjer je bila zavrnitev sprožena na nivoju omrežja. 
Preden bo tak uporabnik zahteval storitev klica, kratkega sporočila ali prenosa podatkov, bo primoram 
se prijaviti v partnersko omrežje, operaterja A. 
 
Slika 30: Sprememba uspešnosti UpdateLocation pri operaterju B 
 
S spodnjega grafa, slika 31,  opazimo, kako se na spremembo preusmerjanja odzovejo transakcijski 
KPI MAP operacije »UpdateLocation«. Glede na način zavračanja, ki smo ga izbrali pri operaterju A 
in posledično operaterju B, je temu primerno podkazalec Transaction NC padal ob času spremembe, 




Slika 31: Sprememba UpdateLocation transakcij pri operaterju A 
 
Statistika »UpdateLocation« transakcij operaterja B je prikazana na sliki 32. Narasel je tako 
podkazalec za prikaz števila zavrnitev na SCCP nivoju, Transaction NC kazalec označen vijolične 
barve, kot Transaction NOK, podkazalec delno uspešnih transakcij, označen zelene barve.  
S slike 32 je tudi razvidno, da se je skupno število transakcij povečalo; glej kazalec Transaction All. 
Slednje povečanje je pripisati dejstvu, da vsaka zavrnitev šteje vsaj štiri MAP operacije 
»UpdateLocation«. Poleg tega pa tudi težnji povečanja števila uporabnikov v omrežju operaterja A. S 
stališča GSMA PRD IR.73 je povečanje števila transakcij med 4–5 krat. 
 




Medtem ko se število uporabnikov preusmerja iz operaterja B na operaterja A, domače omrežje 
»briše« uporabnike v omrežju operaterja B, natančneje VLR-B, z MAP operacijo »CancelLocation«. 
Slika 33 nam, s kazalcem Transaction OK, prikazuje povečanje števila uspešnih transakcij 
»CancelLocation« v omrežje operaterja B.  
 
 
Slika 33: Povečanje CancelLocation transakcij pri operaterju B 
 
A ker se število zahtev po brisanju lokacije v tujem VLR povečuje, se mora v drugem VLR število 
takih zahtev zmanjšati, saj želimo, da se naši uporabniki prijavijo v omrežje in ne odjavijo. Kot 
pričakovano, se število zahtev za brisanje lokacije pri operaterju A zmanjšuje. To nam prikazuje slika 




Slika 34: Povečanje CancelLocation transakcij pri operaterju A 
 
Kazalci po lastnih merilih 
Do sedaj omenjeni KPI kazalci so objektivne narave in se v največji meri naslanjajo na GSMA PRD 
priporočila. Da smo si kazalce KPI prikrojili na zahteve Si.mobila, smo morali vsakemu KPI dodeliti 
namenski prag in dovoljenje odklone od praga. V kolikor je kazalec KPI enak 100 (imenujmo ga KPI 
Score), pomeni, da je kazalec točno na tem pragu. Odklon od namenskega praga pomeni zmanjšanje 
ali izboljšanje uspešnosti kazalca in potemtakem storitve. Prag je poljubno postavljen, tako da imamo 
lahko KPI enako 100 pri 80 % uspešnosti, le da je v takem primeru namenski prag postavljen na 8 0%. 
Prage lahko razdelimo še na tri nivoje: 
 
 Ciljni prag (T)  Opozorilni prag (W)  Kritični prag (C) 
 
Za vsak zgoraj omenjeni prag sami določimo nivo glede na potrebe in zahteve kvalitete gostovanja. 
Ravno tako kot smo v prejšnjem podpoglavju razdelili kazalce na dva dela, bomo tudi tukaj uporabili 
uporabniški ter transakcijski KPI, s to razliko, da bodo KPI podkazalci združeni v enoten KPI za 
posamezen del. Tako je KPI score skupek uporabnškega KPI in transakcijskega KPI. 
S spodnjega grafa razberemo uporabniški KPI za »UpdateLocation«, prirejen tako, da kaže razliko 




Slika 35: Uporabniški KPI za UpdateLocation operaterja A 
 
Zgodba je vzporedna pri transakcijskem KPI za »UpdateLocation«, kjer je kazalec enak razliki vseh 
transakcij Transactions All in tistih neuspelih Transactions NC.  
 




Ker pa je naš cilj dobiti skupen KPI Score za operaterja A, kot vsota prejšnjih dveh, bo naš končni 
graf, z označenim ciljnim pragom,  tak: 
 
Slika 37: KPI score UpdateLocation operaterja A 
 
Sorodni je graf KPI Score za operaterja B. Kolikor uspešnih prijav je bilo operaterju B »odvzetih«, je 
bilo doprinesenih operaterju A. 
 




3.1.2 Zaželen način preusmerjanja 
 
Zaželen način preusmerjanja, z upoštevanjem dobre uporabniške izkušnje, je tisti, pri katerem med 
spremembo preusmerjanja v odstotnih točkah ni prevelike razlike med »staro« in »novo nastavitvijo«. 
V takih razmerah uporabniki, ki so že prijavljeni v omrežje operaterja A ali operaterja B, ne čutijo 
spremembe preusmerjanja. Spremembo namreč čutijo samo na novo prijavljeni uporabniki in 
uporabniki, ki so bili dlje časa izven dosega signala katerega od operaterjev. Sprememba, ki bi bila 
temu kos, bi potemtakem izgledala kot tabela 9. Tudi po spremembi preusmerjanja je razmerje 1:3 še 
vedno dovolj uravnoteženo, da ne vpliva na uporabniško izkušnjo. Na slednjo najbolj vplivajo mejne 
vrednosti nastavitve, torej okrog 0 in okrog 100 odstotkov, in nenadne zamenjave odstotkov 
preusmerjanja med operaterjema za več kot 50 odstotkov. 
 










DržavaA SIM_Standard Operater A 70u 75u 2015–12–11, 12:45 revizija odredbe 
DržavaA SIM_Standard Operater B 30u 25u 2015–12–11, 12:45 revizija odredbe 
DržavaA SIM_PREPAID Operater A 70u 75u 2015–12–11, 12:45 revizija odredbe 
DržavaA SIM_PREPAID Operater B 30u 25u 2015–12–11, 12:45 revizija odredbe 
Tabela 9: Primer uravnoteženih nastavitev za preusmerjanje 
 
3.2  Rezultati preusmerjanja mobilnega gostovanja 
 
Ker nam zgornji kazalci sami po sebi ne povedo veliko v smislu zasledovanja rezultatov, si poglejmo 
kakšen cilj smo dosegli s spremembo preusmerjanja iz omrežja operaterja B v omrežje operaterja A. 
Kljub temu da je na prvi pogled cilj SoR in OTA preusmeritev čim več uporabnikov iz enega omrežja 
v drugega, je naš namen, da uporabniki v preusmerjenem omrežju opravljajo storitve, saj s tem 
dosegamo količinske popuste, ki so zapisani v Pogodbi o popustih. Pri merjenju rezultatov opravljenih 
storitev ne upoštevamo samo minute iz naslova glasovnih storitev, ampak tudi število kratkih sporočil 
ter prenos podatkov. Za našo primerjavo sem vzel referenčno obdobje od oktobra do marca, sama 
sprememba pa je bila narejena decembra. S tem sem želel prikazati stanje pred, med in po spremembi. 
Obdobje ni bilo vzeto naključno, saj se ravno v obdobju med decembrom in januarjem naročniki 
odločijo za gostovanje v tujini. 
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Preden si pogledamo rezultate, je vredno poudariti, da so opravljene storitve in njihova statistika za  
določeno omrežje skupek storitve, ki jih napravijo uporabniki, ki so se že nahajali v določenem 
omrežju pred preusmeritvijo ter novih, ki so bili preusmerjeni.  
Poglejmo si, kaj je v našem primeru nastalo po spremembi odstotka preusmerjanja operaterja A s 40 % 
na 100 % oz. operaterja B s 60 % na 0 %.  
Slika 39 nam prikazuje spremembo opravljenih odhodnih in dohodnih minut v omrežjih operaterja A 
in B. Z grafa se vidijo tudi absolutne razlike med opravljenimi minutami v omrežjih obeh operaterjev, 
kjer iz podatkov za marec vidimo, da je bilo v našem zaželenem omrežju opravljeno večje število 
minut kakor v nezaželenem.  Iz in v omrežje nezaželenega operaterja se je število opravljenih minut, 
med marcem in novembrom, zmanjšalo za 15 %, medtem ko se je število opravljenih minut v 
zaželenem omrežju povečalo kar za 194 %. S tega stališča je naš cilj, povečanje opravljenih minut v 
omrežju operaterja B, uspel. 
 
 
 Slika 39: Opravljeno število minut pred in po spremembi preusmerjanja 
 
S slike 39 je razvidno celo, kako je razlika med opravljenimi minutami operaterja A in B nihala ter 





Slika 40: Izmenjava kratkih sporočil pred in po spremembi preusmerjanja 
 
Slika 40 nam prikazuje, da se je število sporočil v in iz nezaželenega omrežja zmanjšalo za 32 %, 
medtem ko se je število takih sporočil v zaželenem omrežju, torej omrežju operaterja B, povečalo za 
143 %.  
 
 
 Slika 41: Količina prenesenih MB s strani naročnikov v omrežju operaterja A in operaterja B. 
 
Ko govorimo o spremembi porabe podatkovne storitve po preusmeritvi, kot s slike 41 vidimo, se je 
količina prenosa drastično spremenila v omrežju operaterja A. Tako je bilo prenesenih v tem omrežju 
za 142 % več podatkov kakor pred spremembo preusmerjanja, medtem ko je količina prenosa v 
nezaželenem omrežju v istem obdobju padla za 22 %.  
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V tabeli 10 enotno vidimo spremembe glede na operaterja oz. glede na opravljeno storitev. Dodati 
velja, da doprinos velike odstotne spremembe v storitvah zaželenega operaterja ni zgolj rezultat 
preusmerjanja na novo prijavljenih naročnikov v to omrežje, ampak tudi preusmeritev naročnikov, ki 
so že bili prijavljeni v eno izmed omrežij iste države, a niso gostovali na zaželenem omrežju. 
 












Standard 40u 100u 
+194 % +143 % +142 % 
Predplačnik 59u 100u 
Operater B 
Standard 60u 0+u 
–15 % –32 % –22 % 
Predplačnik 40u 0+u 
Tabela 10: Razlike rabe storitve po spremembi usmerjanja  
 
3.3 Vpliv kakovosti storitve na uporabniško izkušnjo 
3.3.1 GSMA ocena o uporabniški izkušnji 
 
Ker je merjenje uporabniške izkušnje subjektivno, smo se raje lotili kazalcev, ki smo jih v prejšnjih 
podpoglavjih razložili, saj so ti podatki verodostojnejši in pristnejši od še tako natančne uporabniške 
izkušnje.  Z vplivi na uporabniško izkušnjo mislimo na  vplive na uporabnike pri rabi določene 
storitve. Ko govorimo o vplivu uporabniške izkušnje, mislimo na določene storitve. Spodaj so 
navedeni primeri uporabniških izkušenj, ki jih GSMA, upirajoč se na njena priporočila, pričakuje.  
Primer 1: Mobilni aparat ima avtomatično izbiro omrežja (angl. Automatic PLMN selection 
mode) 
 
Kako se bo mobilni aparat odzval na zavrnitev prijave v omrežje je specificirano v ITU-T TS 24.008 
[4,7,3,2,4 in 4.7.5.1.4]. Ne glede, ali je naročnik prijavljen v PLMN ali ne, mobilni aparat izvede 4 
poskuse prijave v omrežja. Med dvema poskusoma mora miniti najmanj 15 sekund in največ 4. SoR 
naprava v celotnem postopku preusmeritve potrebuje najmanj 60 sekund, pod pogojem, da so vse 4 
prijave neuspešne.  
ITU-T TS 23.122 pravi, da mobilni aparat pregleda, v kolikor je prijava v omrežje neuspešna, če je 
kakšno omrežje, ki je trenutno v dosegu, tudi na PLMN listi16. V kolikor je omrežje na listi, se aparat 
uspešno prijavi. V kolikor pa PLMN, ki so na dosegu, ni na PLMN listi, se bo aparat prijavil na 
katerokoli omrežje, vključujoč  z omrežjem, od katerega je predhodno prejel zavrnitev prijave. 
                                                          
16
 Lista, na kateri so shranjeni PLMNji. Vrstni red PLMNjev na listi je pomemben, saj bolj kot je zaželjen 
operater, višje na listi se nahaja 
73 
 
V ETSI GSM 04.08[4.4.4.7–4.4.4.9] prikazuje, da ne glede na tip zavrnitve prijave v omrežje, mora 
mobilni aparat vedno ostati v začetnem PLMN. In če aparat ostane v takem PLMN, potem naročnik ni 
deležen njegovih storitev, dokler ne začne z ročno izbiro omrežja (angl. Manual selection). 
Primer 2: Z mobilnim aparatom izvedemo ročno izbiro omrežja 
 
Pri ročni izbiri omrežja se mobilni aparat obnaša popolnoma enako kot pri proceduri za avtomatično 
izbiro. Imamo 4 poskuse prijave, med katerimi je vsaj 15 sekund. Ob koncu 4. poskusa bo mobilni 
aparat prikazal razpoložljiva omrežja. Naročnik lahko še enkrat izbira omrežja, vključno s tistim, ki 
mu je pravkar zavrnilo prijavo. 
Primer 3: Prijava v omrežje, s katerim domači ponudnik nima sklenjene pogodbe o gostovanju 
 
V primeru ko med partnerjema ni podpisane pogodbe o gostovanju je jasno, da potemtakem tudi 
implementacija podatkov operaterja, objavljenega v njegovem IR.21, v domač MSC in HLR ni bila 
narejena.  
V takem primeru že SCCP nivo zavrne prijavo in sporoči to kličočemu VLR s sporočilom UDTS »No 
translation for this specific address«. VLR tako sporočilo dobi le, če je v zahtevku za prijavo v 
omrežje posredovala na SCCP nivoju zastavico (angl. Flag) z »return on error«, v nasprotnem 
primeru VLR ne dobi povratnega sporočila na zahtevek prijave.  
Omeniti je treba, da se zgornja zavrnitev prijavnega sporočila ne nanaša na UpdateLocation, ampak na 
SendAuthenticationInfo. 
In ravno s pomočjo sporočila SendAuthenticatonInfo si lahko pomagamo, če bi hoteli izračunati, 
koliko več signalnih sporočil si morata omrežji izmenjati v primeru take zavrnitve. To enostavno 
lahko zračunamo tako, da delimo število UDTS sporočil kot odgovor na SendAuthenticationInfo in 





V industriji, kjer je konkurenca med operaterji neizprosna in kjer je število regulacij visoko, se tudi 
zaradi tega soočamo z nenehnim padanjem povprečnega prihodka na uporabnika (ARPU). Padec 
prihodka prav z naslova mobilnega gostovanja je bil v preteklih letih eden najbolj drastičnih. Da bi se 
zavarovali pred še večjo izgubo zaradi tega, moramo upoštevati tri poglavitne kategorije. 
Medoperaterska tarifa, atraktivne cene in kvaliteta storitev med gostovanjem so poglavitne kategorije, 
ki nam pomagajo pri zaviranju nadaljnje izgube. 
Mehanizem preusmerjanja uporabnikov, ne glede na tip, nam pomaga pri reševanju težav, s katerimi 
se soočamo pri zgornjih treh kategorijah. Poglavitno je, da nam mehanizem omogoča dovolj 
fleksibilnosti za različne namene in strategije, ki jih zasledujemo ob tem. 
Skrajni primer, ki smo ga obravnavali v tej nalogi, katerega namen je bil pokazati delovanje in 
rezultate preusmerjanja ter ne toliko uporabniške izkušnje. V našem primeru je bil cilj, povečati rabo 
storitev v določenem omrežju, uspešen, a je bila upoštevana samo ena izmed treh kategorij. Največkrat 
pa morajo imeti operaterji pregled nad vsemi tremi kategorijami, saj bi v primeru upoštevanje le ene 
druge trpele.  
Vedno, ko pripravljamo strategijo za uporabnike v tujini, moramo tehtati, katera kategorija je nam in 
našim naročnikom najbolj pomembna, saj ob tem iščemo najboljšo možno pot za zagotavljanje 
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