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Сочетая различные методики и формы работы, педагоги-инноваторы 
создают уникальную образовательную среду, направленную на развитие 
предпринимательских компетенций выпускника сельской школы, что бу-
дет обеспечивать его конкурентность  в условиях рыночной экономики и 
информационного общества XXI века. 
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Аннотация: В статье описывается процесс формирования стратегии защиты 
информации, который находится в тесной взаимосвязи с основными бизнес-
целями предприятия и его общей стратегией. 
Summary: The article describes the process of forming an information security 
strategy, which is closely interconnected with the main business goals of the 
enterprise and the overall strategy. 
 
Каждое предприятие не может существовать без четко разработанной 
стратегии. Основная задача формирования стратегии состоит в поиске пу-
тей преодоления конкуренции на рынке и обеспечения высоких темпов 
экономического развития предприятия.  
В то же время, развитие информационных технологий и связанный с 
ним процесс цифровизации открывает для современных предприятий зна-
чительные возможности. Речь идет об оптимизации бизнеса, повышении 
эффективности и скорости принятия управленческих решений. Однако, 
есть и другая сторона медали, когда с новыми возможностями появляются 





























Рис. 1. Процесс формирования стратегии информационной безопасности на основе 
взаимосвязи с бизнес-стратегией предприятия [сформировано авторами на основе 1, 2] 
 
В частности, обеспечение информационной безопасности предприятий 
в условиях быстрого изменения факторов внешней среды является важной 
предпосылкой их эффективного функционирования в условиях рынка. 
С точки зрения бизнеса, информационные технологии являются инст-
рументом, поддерживающим существующие бизнес-процессы, соответст-
венно, на конечное состояние информационной безопасности, в первую 
очередь, влияет бизнес-стратегия предприятия. Таким образом, процесс 
формирования стратегии защиты информации должен находиться в тес-
ной взаимосвязи с основными бизнес-целями предприятия и его общей 
стратегией (рис. 1). 
Согласно предложенной модели формирования стратегии информа-
ционной безопасности на основе взаимосвязи с бизнес-стратегией пред-
приятия, основой указанного процесса является определение базовых эле-
Результаты определения 











Перечень действий в соответ-
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ментов обеспечения информационной безопасности предприятия: перечень 
недостатков и уязвимостей согласно проведенного контроля, перечень на-
правлений развития бизнеса, перечень действий в соответствии с внутренни-
ми факторами, результаты определения роли и приоритетности информаци-
онной безопасности предприятия, результаты оценки информационных рис-
ков, актуальные тенденции и лучшие практики развития информационной 
безопасности, влияние заинтересованных сторон.  
На основе определения и взаимного учета бизнес-направлений разви-
тия предприятия и направлений развития информационной безопасности 
определяются стратегические направления управления информационной 
безопасностью и цели в пределах каждого направления (цель М). В случае, 
если достижение цели приводит к получению эффекта больше, чем ожи-
даемый, то в таком случае она определяется как «сверхцель» (цель M + 1). 
Следовательно, на основе указанного, целесообразно отметить, что 
стратегия информационной безопасности предприятий – это структуриро-
ванный и взаимосвязанный набор правильных действий, направленных на 
долгосрочную перспективу защиты информационных объектов предпри-
ятия. 
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Аннотация: Исследуются проблемы применения профессионального 
суждения, возникающие при признании активов в качестве основных 
средств, организации их учета. Рассматриваются допустимые границы 
