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INTRODUZIONE 
 
 
Il presente lavoro nasce dalla convinzione che nell’attuale contesto 
sociale, istituzionale ed economico sempre più dinamico e incerto, diviene 
fondamentale chiedersi se le imprese dispongono di idonee metodologie e 
tecniche ma soprattutto di un’adeguata cultura di gestione dei rischi. 
La gestione dei rischi si lega inscindibilmente alla creazione del valore, in 
quanto la sopravvivenza di un’azienda è assicurata dalla sua capacità di creare 
valore per i suoi stakeholder, e la sfida principale del management è 
determinare il quantum d’incertezza accettabile per creare valore. 
Gino Zappa (1956) affermava che “Sebbene fattore perturbatore 
dell’attività economica, il rischio è l’elemento che forse caratterizza meglio 
l’azienda, al punto che, in assenza del rischio, l’attività aziendale non è neppure 
concepibile”. Ciò significa che incertezza e rischio si presentano 
quotidianamente nel governo delle imprese, pertanto un efficace sistema di Risk 
Management rientra tra i fattori critici di successo per gestire l’incertezza e, di 
conseguenza, l’esposizione dell’impresa ai rischi1.  
 Nell’ultimo decennio è cresciuto notevolmente l’interesse per la tematica 
del Risk Management, soprattutto dopo una serie di scandali finanziari e 
fallimenti, inoltre, la recente crisi finanziaria internazionale ha messo in luce i 
limiti dei sistemi di controllo dei rischi e la necessità di un loro ripensamento e 
miglioramento. 
In questo quadro, possiamo inserire l’entrata in vigore della Legge n. 262 
del 28 dicembre 2005 recante “Disposizioni per la tutela del risparmio e la 
disciplina dei mercati finanziari” con cui il Legislatore ha voluto riconquistare 
la fiducia dei risparmiatori imponendo un maggior livello di controllo 
sull’informativa economico-finanziaria e rafforzando conseguentemente 
l’esigenza di un’efficace valutazione dei rischi. La legge ha modificato il Testo 
Unico della Finanza inserendo la Sezione V-bis concernente la redazione dei 
documenti contabili societari, e all’art.154-bis, introduce nell'ambito della 
disciplina dell'organizzazione aziendale delle società con azioni quotate la figura 
del “Dirigente preposto alla redazione dei documenti contabili societari” a cui è 
                                                 
1  Cfr. BOZZOLAN S., Risk management e misure di performance, in “Finanza, marketing e 
produzione”, 26, fascicolo n.1, 2008, pp. 72-74. 
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affidata la funzione di predisporre la redazione della documentazione contabile 
della società2. 
 Si ritiene utile richiamare il D.Lgs. 231/01 che disciplina la responsabilità 
amministrativa delle persone giuridiche, delle società e delle associazioni anche 
prive di personalità giuridica. Tale decreto ha introdotto per la prima volta la 
responsabilità amministrativa3 degli enti, che si aggiunge a quella della persona 
fisica che ha realizzato materialmente il fatto illecito. Il D.Lgs. 231/01 conferma 
che il tema del sistema dei controlli e dell’analisi e gestione dei rischi è sempre 
più presente nelle disposizioni che regolano la vita delle aziende. 
 L’altro documento nel quale è possibile ritrovare informazioni sui 
principali rischi e incertezze cui è esposta la società è la “Relazione sulla 
gestione”. L’art.2428 4 novellato dal D.Lgs. 32/2007, pone in evidenza l’obbligo 
di divulgare informazioni sui rischi e sulle opportunità legate alla gestione 
societaria.  
 Inoltre, anche il Codice di Autodisciplina5, emesso dal Comitato per la 
Corporate Governance della Borsa Italiana, modificato recentemente nel luglio 
2014, continua a sottolineare l’importanza del sistema di controllo interno e di 
gestione dei rischi. Difatti, il Codice di autodisciplina afferma che “un efficace 
sistema di controllo interno e di gestione dei rischi contribuisce a una 
                                                 
2 Il legislatore italiano, nel regolamentare gli assetti del controllo amministrativo-contabile delle 
società quotate ha preso spunto dalla normativa statunitense, il Sarbanes-Oxley Act, emanata 
nel luglio 2002 a seguito di diversi scandali contabili, che impone al management di disporre di 
sistemi di controllo interno e attestarne l’efficacia e che il revisore contabile indipendente 
esprima una opinione sulla valutazione del management. 
3
 Responsabilità amministrativa definita anche “para-penale” poiché è gestita nell’ambito della 
giustizia penale. Le imprese devono adottare “modelli di organizzazione, gestione e controllo” al 
fine di prevenire i reati delle fattispecie elencate nel decreto stesso. 
4 
Tutte le società di capitali sono tenute a predisporre la relazione sulla gestione in base a quanto 
disposto dall’art.2428. Solo le società che non emettono titoli negoziati in mercati regolamentati 
e non superano nel primo esercizio o, successivamente, per due esercizi consecutivi due dei 
parametri previsti dall’art. 2435-bis, sono esonerate dalla redazione della relazione sulla 
gestione, qualora forniscano nella nota integrativa le informazioni richieste dai numeri 3 e 4 
dell’art.2428. 
5 Si vuole ricordare che l’adesione al Codice di Autodisciplina è volontaria.  Ogni società italiana 
con azioni quotate che aderisce al Codice fornisce nella relazione sul governo societario e gli 
assetti proprietari informazioni accurate, sui comportamenti attraverso i quali le singole 
raccomandazioni contenute nei principi e nei criteri applicativi sono state concretamente 
applicate nel periodo cui si riferisce la relazione. 
Inoltre, in linea con la Raccomandazione UE n. 208/2014, gli emittenti indicano chiaramente 
nella relazione sul governo societario le specifiche raccomandazioni, da cui si sono discostati. In 
forza del meccanismo del comply or explain previsto dall’art. 123-bis del T.u.f., è però 
necessario spiegare le ragioni della disapplicazione. 
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conduzione dell’impresa coerente con gli obiettivi aziendali definiti dal 
Consiglio di Amministrazione, favorendo l’assunzione di decisioni 
consapevoli”. In più il Codice di Autodisciplina indica tra i criteri applicativi 
dell’art.7, che il Consiglio di Amministrazione, previo parere del comitato 
controllo e rischi descriva, nella Relazione sul governo societario e gli assetti 
proprietari, le principali caratteristiche del sistema di controllo interno e di 
gestione dei rischi, esprimendo la propria valutazione sull’adeguatezza dello 
stesso. 
Fatte queste premesse, l’oggetto di questo studio è porre l’accento 
sull’importanza di dotarsi di un adeguato sistema di gestione dei rischi, quale 
elemento fondamentale per la gestione aziendale e la salvaguardia del valore. 
Questo lavoro abbraccia la logica dell’Enterprise Risk Management (ERM)6, un 
approccio “olistico” di gestione dei rischi che permette di superare la visione dei 
rischi a “compartimenti”, in cui la gestione dei rischi avviene in maniera 
frammentata ovvero solo in alcune aree di gestione ed al di fuori di un contesto 
complessivo. Ciò permette di creare una cultura fondata sulla consapevolezza 
del rischio che pervade l’intera organizzazione. 
In particolare, nel primo capitolo verranno approfonditi il concetto di 
rischio, i caratteri dello stesso nell'economia dell’azienda, le principali 
classificazioni dei rischi aziendali e in seguito si analizzerà la relazione fra 
rischio e creazione di valore.  
Nel secondo capitolo si esaminerà l’evoluzione della gestione dei rischi e, 
in generale, l’insieme delle attività che caratterizzano tipicamente il processo di 
Risk Management. Nel proseguo ci si soffermerà sulla relazione intercorrente 
fra la gestione dei rischi e la Corporate Governance e inoltre si metterà in risalto 
il forte legame che sussiste tra il Sistema di Controllo Interno e il Risk 
Management. 
Il terzo capitolo sarà dedicato esclusivamente al modello di Enterprise 
Risk Management quale approccio olistico alla gestione dei rischi aziendali.  
                                                 
6 Framework proposto nel 2004 dal Committee of Sponsoring Organization of the Treadway 
Commission (CoSO). Edizione italiana a cura di Associazione Italiana Internal Auditors e 
PricewaterhouseCoopers: La gestione del rischio aziendale. ERM - Enterprise Risk 
Management: un modello di riferimento e alcune tecniche applicative, Milano, Il sole 24 ore, 
2006; Ed. Originale: Committee of Sponsoring Organizations of the Treadway Commission 
(2004), Enterprise Risk Management – Integrated Framework, New York. 
9 
 
Nel quarto ed ultimo capitolo verrà presentata un’analisi empirica 
condotta per mettere in luce l’informativa sui sistemi di Risk Management nel 
settore dei Servizi Pubblici. 
Desidero fare un ringraziamento, al mio relatore, il Professor D’Onza 
Giuseppe per i suoi preziosi consigli e suggerimenti. 
Ringrazio con affetto le mie sorelle, mia madre Velia e mio padre 
Michele per i valori che mi hanno trasmesso e perché senza di loro non sarei 
mai riuscita a raggiungere questo importante obiettivo. 
Un ringraziamento di cuore a Marco che riesce a capirmi con uno 
sguardo ed è sempre pronto a incoraggiarmi e sostenermi in ogni momento e 
ad essere complice di tutte le mie pazzie.  
Infine, un ringraziamento speciale ai miei amici, vicini e lontani, in 
particolare ad Antonio per la tranquillità che riesce sempre a trasmettermi, a 
Rosita per l’allegria coinvolgente e a Sissi per le mille avventure vissute 
insieme e per aver reso questi anni di studio intensi e splendidi. 
 
 
Pisa, Giugno 2015 
 
Annalaura Montereale  
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CAPITOLO 1 
IL RISCHIO NELL’ECONOMIA 
DELLE AZIENDE 
 
Nell’attuale situazione economica è importante per le imprese disporre di 
idonee metodologie di gestione dei rischi. 
 Le capacità di identificazione, valutazione e gestione dei rischi sono alla 
base del successo aziendale per il semplice fatto che non vi può essere business 
senza rischio7. Prima di analizzare il processo di Risk Management è opportuno 
chiarire il concetto di rischio, i caratteri dello stesso nell’economia delle aziende, 
per poi procedere ad una panoramica delle diverse classificazione dei rischi 
proposte dalla dottrina. Il capitolo si conclude con l’analisi della relazione tra il 
rischio e la creazione del valore, si tratta di un legame inscindibile considerando 
che la sopravvivenza di un’azienda è assicurata dalla capacità di creare valore 
per i suoi stakeholder. 
 
 
 
1.1 IL CONCETTO DI RISCHIO 
 
 
In dottrina non vi è una definizione unanime di rischio. In effetti, come 
evidenzia il Bertini, il concetto di rischio “difficilmente assume uguale 
significato in situazioni d’azienda apparentemente simili: anzi, a situazioni 
d’azienda analoghe, corrispondono, molto spesso, situazioni di rischio 
diverse”8.  
Sulla definizione di rischio l’oggetto del dibattito è riferito, soprattutto, al 
segno economico dell’impatto dell’evento futuro. In letteratura economico 
aziendale, la nozione di rischio, che ha raccolto maggiori consensi, è quella 
intesa come prospettiva di danno economico9.  Tuttavia, non sono mancati 
                                                 
7 BERETTA S., Valutazione dei rischi e controllo interno, Milano, Egea, 2004, pag. 1. 
8 BERTINI U., Introduzione allo studio dei rischi nell’economia aziendale, Milano,Giuffrè, 1987, 
pag. 13. 
9 Sul concetto di rischio come prospettiva di danno economico si vedano, fra gli altri: 
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autori che oltre a considerare nell’accezione di rischio l’eventualità sfavorevole, 
considerano anche quella favorevole ovvero la possibilità che si verifichino 
risultati migliori rispetto a quelli previsti10.  
Dunque molti autori, già in passato, avevano prospettato una distinzione 
tra rischi unilaterali (o puri) e bilaterali (o imprenditoriali). Il Rischio è 
unilaterale se il solo effetto possibile è negativo, mentre è bilaterale se gli effetti 
possono essere sia positivi che negativi sull’economicità dell’impresa.11   
Sulla “bilateralità” diversi sono stati, e sono tuttora, i contributi in 
dottrina12, tuttavia, nel dibattito sviluppatosi, non mancano autori che 
sostengono la tesi del rischio quale eventualità sfavorevole, ma sostengono 
anche che tale eventualità sfavorevole possa manifestarsi sia sotto forma di 
distruzione del valore che sotto forma di risultato positivo ma inferiore a quello 
atteso13. Altri autori suggeriscono che il rischio va apprezzato guardando alla 
dinamica reddituale prospettica dell’azienda14. 
                                                                                                                                               
- Sassi, il quale sostiene che “il rischio può considerarsi l’eventualità di un andamento 
sfavorevole nello svolgimento di un’azione futura”. SASSI S., Il sistema dei rischi 
d’impresa, Milano, Vallardi, 1940, pag. 1;  
- Bertini scrive: “L’eventualità che, non verificandosi una determinata ipotesi, si abbiano 
conseguenze sfavorevoli per il soggetto che l’ha formulata, può essere intesa come 
sinonimo di rischio, nella più ampia eccezione del termine. In pratica si ha il rischio 
ogniqualvolta, di un certo evento, può essere razionalmente formulata una prospettiva 
di danno”. BERTINI U., Introduzione allo studio dei rischi nell’economia aziendale, 
op. cit., pag 10. 
10 Si veda al riguardo Cassandro il quale scrive “Il concetto di rischio, inteso come incertezza del 
futuro, implica, a rigore, sia eventualità di perdite o danni (aspetto negativo), sia l’eventualità di 
guadagni (aspetto positivo). Spesso, però, si tende a considerare come rischi solo le eventualità 
di perdite o danni ”. CASSANDRO P. E., Le gestioni assicuratrici, Torino, Utet, 1957, pag. 1. Si 
veda anche Corsani, che con il termine rischio indica la possibilità di subire una perdita o un 
guadagno dal manifestarsi degli eventi futuri. Cfr. CORSANI G., La gestione delle imprese 
mercantili e industriali. Gli elementi economico-tecnici delle determinazioni di convenienza, 
Padova, Cedam, 1941. 
11 Si veda al riguardo Selleri che distingue tra rischi puri e rischi speculativi affermando che “a 
costituire la grande categoria dei rischi concorrono i “rischi puri”, ossia quei rischi che al loro 
verificarsi possono produrre solo conseguenze economiche negative, ossia danni, ed i “rischi 
speculativi”, ossia quei rischi che al loro verificarsi possono produrre  risultati negativi, ossia 
danni, o risultati economici positivi”. SELLERI L., L’impresa e il rischio. Introduzione 
all’Enterprise Risk Management, Milano, I.S.U. Università Cattolica, 2006, E - book,  pag. 31. 
12 Beretta scrive “si può definire rischio la distribuzione dei possibili scostamenti dai risultati 
attesi per effetto di eventi di incerta manifestazione, interni o esterni al sistema aziendale. Tale 
distribuzione può essere più o meno ampia in funzione della sensibilità delle variabili chiave del 
business model all’influsso dei fattori di rischio. L’influsso dei fattori di rischio può avere 
connotazione sia positiva, sia negativa, configurandosi il rischio come generatore sia di possibili 
perdite, sia di opportunità di creazione del valore ”. BERETTA S., Valutazione dei rischi e 
controllo interno, op. cit., pag 19. 
13 Si veda al riguardo BORGHESI A., La gestione dei rischi di azienda. Economia ed 
organizzazione, Teoria e Pratica, Padova, Cedam, 1985. 
14 D’Onza afferma che “Quando si parla di prospettiva di danno economico, ci si deve riferire 
all’ipotesi di uno scostamento negativo rispetto ad un risultato atteso, avendo riguardo ad un 
12 
 
Alla luce delle diverse posizioni, si può pertanto affermare che il rischio è 
la possibilità di danno economico legata ad eventi futuri incerti che possono 
determinare uno scostamento (positivo o negativo) dagli obiettivi prestabiliti. 
Dopo aver analizzato il concetto di rischio soffermiamoci, nel paragrafo 
successivo, sui caratteri dello stesso nell’economia delle aziende. 
 
1.2 I CARATTERI DEL RISCHIO 
 
 
Il rischio è generato dall’accostamento di due fenomeni15: 
a. oggettivo ovvero l’estremo dinamismo che caratterizza la vita 
economica; 
b. soggettivo ovvero le limitate capacità intellettive e conoscitive dell’uomo 
nel prevedere tali mutamenti. 
L’incertezza è un elemento che contraddistingue il rischio, tuttavia, è 
bene precisare che si tratta di due concetti differenti, sicché nell’incertezza 
manca il carattere dell’esperienza ovvero sono carenti le informazioni aventi 
carattere oggettivo, mentre nel rischio è possibile derivare da esperienze passate 
il grado di probabilità di un evento futuro16. 
 Da tali fenomeni deriva un primo carattere del rischio nell’economia delle 
aziende: 
1. ineliminabilità ovvero il rischio non si può eliminare nell’economia 
dell’azienda. Tale carattere è stato riscontrato da molti autori in dottrina, 
i quali hanno appunto rilevato che non esiste un’azienda senza rischio17. 
                                                                                                                                               
orizzonte temporale di lungo termine”. D’ONZA G., Il sistema di controllo interno nella 
prospettiva del Risk Management, Milano, Giuffrè, 2008, pag. 100. 
15
 BERTINI U., Introduzione allo studio dei rischi nell’economia aziendale, op. cit., pagg. 11 e 
segg. 
16
 Si veda al riguardo Knight che parla dell’incertezza come una quantità non misurabile e del 
rischio inteso come un’incertezza misurabile. KNIGHT F.H., Rischio, incertezza e profitto, La 
Nuova Italia, Firenze, 1960, pag. 18. 
17
 Dezzani scrive “L’ineliminabile proiezione nel futuro di ogni sistema aziendale implica che il 
rischio venga assunto come ineliminabile condizione di esistenza di qualsiasi azienda, 
qualunque sia l’oggetto che ne qualifica la funzione strumentale.” DEZZANI F., Rischi e politiche 
d’impresa, Milano, Giuffrè, 1971, pag. 33. 
Bertini afferma che “In quanto fenomeno vivente, anche se in senso economico, l’azienda 
rischia in quanto esiste.” BERTINI U., Introduzione allo studio dei rischi nell’economia 
aziendale, op. cit., pag. 190.  
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Se il rischio è un fenomeno intrinseco nell’economia delle aziende, 
tuttavia, questo non vuol dire che non sia possibile agire sullo stesso in 
modo da ridurre il grado di esposizione dell’azienda. Difatti il soggetto 
economico può intervenire attraverso le politiche di gestione affinché il 
rischio d’impresa assuma una diversa “graduazione”. 
Da ciò deriva che il rischio si modifica nel tempo pur essendo non 
eliminabile nella vita dell’azienda, in altre parole è un fenomeno 
essenzialmente: 
2. dinamico: il rischio assume entità diverse nel tempo per effetto di fattori 
interi (cambiamenti nelle condizioni di produzione interne) ed esterni 
(mutamenti dell’ambiente) all’azienda che possono determinare il 
manifestarsi di nuovi rischi, così come la cessazione di altri. 
Il carattere dinamico è una precisa caratteristica del “sistema dei 
rischi”18. Da quest’ultimo assunto deriva un altro fondamentale carattere dei 
rischi ovvero la: 
3. sistematicità19 ossia il cosiddetto rischio economico generale – quale 
incapacità dell’impresa di remunerare, nel lungo andare, congruamente i 
suoi fattori produttivi – è composto da parziali configurazioni di rischio 
ovvero da rischi particolari20. Tale carattere sistematico conferma il forte 
vincolo che unisce i rischi d’azienda, il che vuol dire che i rischi 
particolari assumono rilevanza e sono valutati correttamente solo se 
                                                                                                                                               
Anche D’Onza scrive sul rischio, “si tratta di un fenomeno intrinseco (..), che cessa di esistere 
soltanto quando ha termine l’attività aziendale”. D’ONZA G., Il sistema di controllo interno 
nella prospettiva del Risk Management, op. cit., pag. 95. 
18
 Al riguardo Bertini afferma che “Il carattere dinamico, naturalmente viene riconosciuto ai 
rischi aziendali nel loro complesso; il dinamismo è cioè una precisa caratteristica del sistema dei 
rischi il quale non è mai immoto di fronte al divenire delle operazioni d’azienda. I singoli rischi 
non hanno rilevanza alcuna. Anche da un punto di vista teorico, una cosa è lo studio del rischio 
nella sua individualità astratta, altra cosa è lo studio del rischio nel contesto delle manifestazioni 
fenomeniche d’azienda”. BERTINI U., Introduzione allo studio dei rischi nell’economia 
aziendale, op. cit., pag. 35.  
19
 Al riguardo Giannessi scrive “Il sistema dei rischi aziendali è caratterizzato non soltanto dal 
fatto che un rischio deve essere riconnesso con gli altri rischi da cui il sistema è composto, ma 
anche quello che ogni rischio è suscettibile di provocarne altri, la cui gravità non può essere 
sempre apprezzata in sede probabilistica, quando vengono determinate le “aspettative” che 
inducono l’azienda ad agire e ad assumersi il complesso rischioso”. GIANNESSI E., Le aziende 
di produzione originaria, Vol. I, Le aziende agricole, Pisa, Cursi, 1969, pag. 275. 
20
 Cfr. FERRERO G., Istituzioni di economia d’azienda, Milano, Giuffrè, 1968, pag. 40. 
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considerati nel loro insieme21. Poiché somma di tutti i rischi, il rischio 
economico generale è sensibile alla dinamica dei rischi particolari; 
difatti, un aumento o una riduzione dell’entità di quest’ultimi potrebbe 
portare, rispettivamente, ad un aumento o riduzione del grado di 
economicità.  
Appare evidente, data la “sistematicità”, che il rischio economico generale 
non sia eliminabile nella vita dell’azienda, ma ciò non vuol dire che i 
singoli rischi particolari non siano eliminabili, sicché la sfida del 
management sarà cercare di ridurre l’esposizione al rischio dell’impresa. 
Bertini sottolinea che i rischi particolari possono essere si eliminati, ma 
solo in tempi diversi, in quanto la simultanea eliminazione di essi 
significherebbe la eliminazione del rischio economico generale. 
I rischi, al pari del carattere sistemico, hanno prevalentemente un: 
4. contenuto economico: il carattere economico è alla base della natura 
stessa dell’azienda, difatti, in quest’ultima, non esiste un’operazione o un 
fenomeno che non impatti, positivamente o negativamente, sulla 
creazione o distruzione di valore. Dunque, anche i rischi rientrano in 
questo principio, pertanto il management deve tenerne conto nel 
momento in cui delinea le politiche gestionali, il che non vuol dire 
eliminare totalmente la possibilità che si verifichi un danno economico, 
ma a prescindere dall’entità del danno che potrebbe scaturire dal 
manifestarsi dell’evento futuro, i rischi determinano il verificarsi di oneri 
a carico dell’azienda che vanno ad incidere sul risultato di esercizio. 
Tuttavia l’inclusione delle ipotesi del rischio nei piani dell’azienda tende a 
ridurre l’effetto del rischio, ma non annulla l’eventuale danno, il quale 
deve essere fronteggiato.  
Detto questo, non è accettabile, la distinzione tra rischi economici e rischi 
non economici22, sicché tutti i rischi, anche quelli connessi a fenomeni 
naturali, si pensi alla rottura dell’argine di un fiume al pari di una 
                                                 
21
 Al riguardo Sassi scrive “Nell’orbita aziendale i rischi profondamente appaiono segnati da 
quella stessa condizione che distingue la realtà della gestione delle imprese: un complesso di 
interdipendenze, che oppone la stretta unitarietà del sistema economico alla scindibilità di molti 
fatti economici non aziendali”. SASSI S., Il sistema dei rischi d’impresa, op. cit., pag. 107. 
22
 Sul tema si veda Bertini, il quale sottolinea che “Non esistono nella sfera economico-aziendale 
rischi che non tocchino il valore dei beni, nella loro generalità o particolarità”. BERTINI U., 
Introduzione allo studio dei rischi nell’economia aziendale, op. cit., pag. 46.  
 
15 
 
variazione del tasso di cambio, potrebbero determinare in capo 
all’azienda minori ricavi e maggiori costi.  
L’azienda nella sua esistenza è permeata da rischi, in continuo 
movimento, connessi ad altri rischi cui il “sistema dei rischi” è composto, che 
influiscono, in ogni modo, sul risultato economico-aziendale. 
 
1.3 LA CLASSIFICAZIONE DEI RISCHI AZIENDALI 
 
 
Dopo aver analizzato il concetto di rischio e chiarito i suoi caratteri, in 
questo paragrafo, si procederà alla classificazione dei rischi aziendali. In 
dottrina vi è una classificazione alquanto ampia dei rischi aziendali, pertanto si 
cercherà di raggruppare i principali rischi facendo riferimento ai seguenti criteri 
di classificazione, dunque a seconda: 
 dell’Obiettivo su cui impatta il fattore di rischio, si distinguono 
o rischi strategici; 
o rischi operativi; 
o rischi di reporting; 
o rischi di compliance; 
 delle attività sulle quali impatta il rischio, si distinguono: 
o rischi finanziari; 
o rischi operativi; 
 del segno dell’impatto del rischio, si distinguono: 
o rischi speculativi; 
o rischi puri; 
 della Possibilità di eliminazione del rischio tramite la diversificazione, si 
distinguono: 
o rischi sistematici o non diversificabili; 
o rischi specifici o diversificabili. 
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1.3.1 RISCHI STRATEGICI, OPERATIVI, DI REPORTING E DI 
COMPLIANCE 
 
Sulla base dell’obiettivo su cui impatta il fattore di rischio si distinguono i 
rischi strategici, operativi, di reporting e di compliance. 
o “I rischi strategici sono da riferire a tutti gli eventi aleatori esterni ed 
interni che possono incidere in misura rilevante e durevole sulla 
gestione dell’impresa”23. Suddetti rischi possono impattare 
negativamente sulla creazione di valore nel lungo periodo, sicché l’Alta 
direzione deve tenerne conto nella definizione delle strategie che intende 
perseguire. Difatti, i rischi strategici sono legati alle scelte strategiche e 
possono, pertanto, minacciare la capacità competitiva dell’azienda. I 
rischi strategici sono numerosi e derivano sia da fattori interni che da 
fattori esterni. Selleri classifica i rischi strategici più rilevanti in: 
- rischi di mercato, possono intaccare il vantaggio competitivo 
dell’azienda poiché derivano dalle azioni dei competitors esistenti 
o dei nuovi entranti; 
- rischi di variazione della domanda,  sono causati da cambiamenti 
delle necessità e delle aspettative dei clienti che possono portare 
ad una crollo improvviso nella domanda; 
- rischio tecnologico, sono legati alla natura e ai tempi dell’attività 
di ricerca e sviluppo e riflettono l’incapacità dell’alta direzione di 
anticipare gli sviluppi della tecnologia, esponendo in tal modo 
l’impresa ad attacchi dei competitors; 
- rischio di flessibilità, connesso all’incapacità del management  di 
adattare opportunamente il mix e il volume produttivo ai 
cambiamenti del mercato; 
- rischio di capitale, legato alle difficoltà dell’impresa nell’effettuare 
gli aumenti di capitale indispensabili per realizzare investimenti di 
sviluppo e creare valore in futuro; 
                                                 
23
 SELLERI L., L’impresa e il rischio. Introduzione all’Enterprise Risk Management, E - book, 
op. cit., pag. 54. 
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- rischio politico, si riferisce a tutta quella gamma di eventi politici 
avversi che minacciano i risultati dell’impresa nei diversi paesi in 
cui essa opera; 
- rischio normativo, originato dall’evoluzione normativa e da 
cambiamenti del quadro regolatorio dei paesi in cui l’impresa 
realizza investimenti che possono frenare le strategie di sviluppo, 
provocare un aumento della pressione concorrenziale e/o 
influenzare sensibilmente la gestione dell’impresa; 
- rischio di settore, legato a cambiamenti nelle opportunità e 
minacce che possono modificare l’attrattività del settore in cui 
l’impresa si trova ad operare; 
- rischio di relazioni, possono peggiorare la capacità dell’impresa di 
competere sul mercato a causa di carenze delle alleanze e relazioni 
con i partner; 
- rischio del mercato finanziario, legato a variazioni dei tassi di 
interesse, dei prezzi, ecc., che possono comportare conseguenze 
sui risultati economici, sul costo del capitale e sulla possibilità di 
raccogliere capitali sul mercato; 
- rischio catastrofale, causato da eventi naturali o da errori umani 
che possono intaccare la continuità dell’impresa. 
o I rischi operativi sono riconducibili a tutti quei rischi che possono 
minacciare le condizioni di efficienza, efficacia ed economicità delle 
risorse e dei processi aziendali che caratterizzano la catena del valore24. 
o I rischi di reporting sono attinenti all’affidabilità delle informazioni 
fornite dal reporting. Si tratta di rischi connessi alla possibilità che le 
informazioni destinate sia all’interno che all’esterno siano inaccurate, 
poco tempestive, poco rilevanti, non aggiornate, non selezionate o 
caratterizzate da uno sfavorevole rapporto costo/benefici. La rilevanza 
del reporting è relativa non solo alla mera attendibilità dei dati di bilancio 
ma anche alla componente relativa a quei fattori di rischio che possono 
compromettere la qualità delle informazioni. 
                                                 
24
  Per un’analisi più approfondita dei rischi operativi si veda il paragrafo successivo. 
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o I rischi di compliance sono originati dal mancato rispetto delle leggi e dei 
regolamenti, che espongono l’impresa a sanzioni, multe, penalità, e nei 
casi più gravi possono comportare la sospensione dell’attività produttiva 
per periodi più o meno ampi25. Pertanto, si tratta di rischi che possono 
provocare un danno economico a breve e a medio - lungo termine a causa 
della deviazione, intenzionale e non, da leggi, norme e regolamenti. 
 
1.3.2 RISCHI FINANZIARI E OPERATIVI 
 
 
A seconda delle attività sulle quali impatta il rischio, si distinguono i 
rischi finanziari e operativi. 
o Il rischio finanziario risente delle caratteristiche della struttura 
finanziaria ovvero della miscela tra capitale di rischio e capitale di debito, 
e deriva dal fatto che, oltre certi livelli, l’aumento dell’indebitamento 
determini una flessione del risultato netto. I rischi finanziari sono da 
legare anche all’incapacità dell’impresa di gestire in modo efficiente ed 
efficace i rischi legati ai cash-flow alimentati dalla gestione ed alle 
operazioni finanziare, il che le impedisce di26: 
- realizzare un equilibrato rapporto tra il capitale proprio e 
l’indebitamento; 
- ottimizzare la disponibilità di risorse liquide; 
- ridurre i rischi di cambio, di tasso di interesse, di credito ed altri 
rischi finanziari; 
- trasferire, prontamente e senza perdita di valore, i fondi liquidi a 
disposizione dalle aree di attività nelle quali eccedono il 
fabbisogno alle aree di attività nelle quali sono necessari. 
Si delinea una concezione ampia di rischio finanziario, che tiene conto sia 
della struttura che della dinamica finanziaria, pertanto, in esso rientrano 
                                                 
25
 SELLERI L., L’impresa e il rischio. Introduzione all’Enterprise Risk Management, E - book, 
op. cit., pag. 65. 
26
 SELLERI L., L’impresa e il rischio. Introduzione all’Enterprise Risk Management, E - book, 
op. cit., pag. 63. 
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anche i rischi che si collocano nell’area di presidio degli strumenti 
finanziari di copertura27. 
L’International Financial Reporting Standard 7 (IFRS 7), nelle 
finalità alla lettera b, prevede che le entità forniscano nel bilancio 
informazioni integrative che consentano agli utilizzatori di valutare la 
natura e l’entità dei rischi derivanti dagli strumenti finanziari ai quali 
l’entità è esposta nel corso dell’esercizio e alla data di riferimento del 
bilancio, e il modo in cui l’entità li gestisce28. L’ IFRS 7 classifica i rischi 
finanziari in tre categorie: 
1. Rischio di mercato: è il rischio che il fair value (valore equo) o i 
flussi finanziari futuri di uno strumento finanziario fluttuino per 
effetto di modifiche intervenute nei prezzi di mercato, nei tassi di 
cambio o nei tassi di interesse. Il rischio di mercato comprende tre 
tipi di rischio: 
 il rischio di valuta (di cambio): è il rischio che il fair value 
(valore equo) o i flussi finanziari futuri di uno strumento 
finanziario fluttuino in seguito a variazioni dei tassi di cambio; 
 il rischio di tasso d’interesse: è il rischio che il fair value (valore 
equo) o i flussi finanziari futuri di uno strumento finanziario 
fluttuino in seguito a variazioni dei tassi di interesse sul 
mercato; 
 altro rischio di prezzo: è il rischio che il fair value (valore equo) 
o i flussi finanziari futuri di uno strumento finanziario fluttuino 
in seguito a variazioni dei prezzi di mercato, sia che le 
variazioni siano determinate da fattori specifici al singolo 
strumento o al suo emittente, sia che esse siano dovute a fattori 
che influenzano tutti gli strumenti finanziari simili negoziati 
sul mercato. 
Si tratta di rischi legati a variazioni del valore di attività 
(disponibilità liquide, crediti, titoli che possono essere iscritti 
                                                 
27
 Cfr. D’ONZA G., Il sistema di controllo interno nella prospettiva del Risk Management, op. 
cit., pagg. 114 e segg. 
28
 Per una disamina completa sul testo integrale dell’IFRS 7 si veda Principi contabili 
internazionali, 2012 testo completo e integrato dei principi contabili IAS/IFRS e 
interpretazioni SIC/IFRIC secondo i regolamenti (CE), Milano, Gruppo 24 ore, 2011, pagg. 734 
e segg. 
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nell’attivo circolante o nell’attivo fisso) o passività finanziarie 
(debiti commerciali e finanziari) causati da cambiamenti nei tassi 
di cambio, di interesse e nei prezzi. 
2. Rischio di credito: L’IFRS 7 definisce il rischio di credito come 
il rischio che una delle parti di uno strumento finanziario causi 
una perdita finanziaria all’altra parte non adempiendo a 
un’obbligazione. La maggior parte delle aziende sono esposte a 
questo rischio, ma il grado di esposizione dipenderà da diversi 
fattori, dal: 
 grado di solvibilità e natura del cliente: è importante 
distinguere, per la valutazione del rischio di credito, se ci 
troviamo di fronte ad un cliente privato o pubblico;  
 grado di diversificazione della clientela: è rilevante valutare 
l’entità del credito legata alla concentrazione del portafoglio 
crediti, poiché, più concentrato sarà il portafoglio crediti, più 
alto sarà il rischio di credito. Dunque, la diversificazione 
potrebbe ridurre tale tipologia di rischio. 
3. Rischio di liquidità: è il rischio che un’entità abbia difficoltà ad 
adempiere alle obbligazioni associate a passività finanziarie. Il 
rischio di liquidità rappresenta il rischio che le aziende, a causa 
dell’incapacità di reperire nuovi fondi finanziari, non riescano a far 
fronte ai propri impegni finanziari e commerciali nei termini e alle 
scadenze prestabilite o che siano in grado di farlo solo sostenendo 
costi addizionali. Il rischio di liquidità è un rischio finanziario 
“derivato” ovvero causato dal manifestarsi di situazioni avverse 
provocate da un altro rischio primario (rischio di credito). Il 
rischio di liquidità dipende: 
 dalla capacità dell’azienda di produrre Cash Flow; 
 dal grado di correlazione tra impieghi e fonti. 
o I rischi operativi, come già accennato nel paragrafo precedente, sono 
riferibili a tutti quei rischi che possono minacciare le condizioni di 
efficienza, efficacia ed economicità delle risorse e dei processi aziendali 
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che delineano la catena del valore29. La rischiosità operativa deriva dalla 
combinazione di tre tipi di rischiosità: 
a. rischiosità settoriale; 
b. rischiosità strutturale; 
c. rischiosità strategica30. 
a. La rischiosità settoriale mira a riflettere il grado di sensibilità dei 
settori in cui l’impresa opera alle variazioni delle condizioni generali 
dell’economia. Questa rischiosità dipende dalla struttura e dalla 
dinamica del settore in cui l’impresa compete. Su tale rischiosità 
incide il grado di ciclicità del settore difatti maggiore è la ciclicità, più 
l’azienda è percepita come rischiosa. Sulla rischiosità operativa 
incidono le variabili di settore e in particolare il grado di 
concorrenza, sicché più il settore in cui opera l’azienda è altamente 
competitivo maggiore sarà la rischiosità operativa, al contrario quanto 
più il mercato si avvicina al monopolio minore sarà la rischiosità. 
Inoltre, E’ possibile stimare la rischiosità operativa media delle 
aziende che operano nello stesso settore. 
b. La rischiosità strutturale denota la sensibilità della redditività 
operativa alle variazioni dei volumi e dei prezzi di mercato. La 
rischiosità strutturale deriva: 
 dal grado di flessibilità dell’azienda ovvero dal grado di 
rigidità strutturale dell’azienda, di cui sono indicatori 
significativi: 
-  l’indice di rigidità (ATTIVO FISSO/CAPITALE 
INVESTITO) ovvero prese due aziende, quella che 
presenta un attivo più rigido appare più rischiosa poiché 
presenta un punto di pareggio più alto, il che vuol dire 
che gli servirà più tempo, più volumi di vendita e 
produzione per poter recuperare gli investimenti 
                                                 
29
 Sul concetto di rischio operativo, si veda Selleri, il quale afferma che rientrano in tale tipologia 
di rischio “tutti gli eventi aleatori che al loro verificarsi determinano livelli insoddisfacenti di 
efficienza e di efficacia nei processi di gestione, nonché bassi livelli nel soddisfacimento della 
clientela e nel raggiungimento degli obiettivi di qualità, di costo e di tempestività nella 
performance”.  SELLERI L., L’impresa e il rischio. Introduzione all’Enterprise Risk 
Management, E - book, op. cit., pag. 58. 
30
 DONNA G., La creazione di valore nella gestione di impresa, Roma, Carocci, 1999, pagg. 149 
e segg. 
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effettuati per l’acquisizione dei fattori produttivi e 
raggiungere il Break Even Point; 
- la leva operativa esprime la variazione, in termini 
percentuali, che subirà il Reddito Operativo a fronte di 
una variazione del fatturato [(ΔRO/RO)/(ΔF/F) oppure 
può essere anche espressa dal rapporto tra MdC/RO]31. 
Pertanto, l’azienda che presenta una leva operativa più 
alta è più rischiosa, poiché una riduzione del fatturato 
determinerà una variazione negativa maggiore del 
Reddito Operativo, questo è dovuto alla presenza di 
elevati Costi Fissi. La rigidità della struttura dei costi 
esercita un effetto moltiplicatore sul risultato, dal 
momento che una riduzione dei volumi venduti 
determina una simmetrica diminuzione dei costi 
variabili ma, al contempo, lascia immutato il livello dei 
costi fissi, il che accresce sensibilmente la rischiosità 
aziendale.  
 dalla sensibilità alle ragioni di scambio, ovvero l’effetto che 
significative variazioni nei prezzi di vendita o di acquisto 
possono determinare sul risultato dell’impresa. A riguardo 
sono indicativi: 
- il grado di valore aggiunto dato dal rapporto tra il 
Valore Aggiunto (RICAVI - COSTI ESTERNI) e le 
vendite. Pertanto, prese due aziende, quella che attua 
una strategia di integrazione presenterà un Valore 
aggiunto più elevato rispetto all’azienda che ricorre ad 
una strategia di outsourcing. Dunque, l’effetto che può 
subire il risultato aziendale, a causa di variazioni nei 
prezzi di vendita o di acquisto, è più elevato quanto più è 
limitato il valore aggiunto, il che vuol dire che maggiore 
sarà il grado di valore aggiunto minore sarà il rischio; 
                                                 
31
 Le ipotesi sottostanti alla leva operativa sono che i prezzi di vendita rimangono costanti al 
variare dei volumi venduti, perciò una variazione  di tali volumi determina la stessa variazione 
nel fatturato. 
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- la forza negoziale che l’azienda ha nei confronti di 
fornitori e clienti. Quanto più sarà la forza negoziale e la 
sostituibilità di clienti e fornitori, tanto più contenuta 
sarà la rischiosità aziendale. 
c. La rischiosità strategica esprime la variabilità del redditività operativa 
connessa al profilo strategico dell’azienda. Tele rischiosità è legata: 
 al grado di vantaggio competitivo, quanto più un’azienda 
riveste una posizione competitiva tale per cui riesce a rendere 
inimitabili le fonti da cui deriva il suo vantaggio competitivo e 
presenta un più elevato grado di difendibilità dai competitors, 
tanto meno sarà la sua rischiosità; 
 al tasso di crescita dell’azienda nel mercato: le aziende che 
presentano tassi di crescita obiettivo più elevati presentano una 
rischiosità operativa più alta rispetto a quella di aziende più 
stabili che perseguono un processo di crescita meno ambizioso. 
In conclusione, la rischiosità globale di un’azienda sarà data dalla somma 
della sua rischiosità operativa e finanziaria. 
 
1.3.3 RISCHI SPECULATIVI E PURI 
 
 
Sulla base del segno dell’impatto del rischio, si distinguono rischi 
speculativi e puri. 
o I rischi speculativi fanno riferimento ad eventi che al loro prodursi 
possono determinare una perdita oppure un guadagno. Sono esempi di 
rischi speculativi aziendali i rischi finanziari connessi a variazioni dei 
tassi di interesse, dei prezzi e dei cambi. Floreani afferma che i rischi 
speculativi si caratterizzano per32: 
- una realizzazione progressiva nel tempo; 
- un’osservabilità ritardata della sua manifestazione; 
- degli effetti economici che si determinano progressivamente; 
                                                 
32 FLOREANI A., Introduzione al risk management. Un approccio integrato alla gestione dei 
rischi aziendali, Parma, Rizzoli Etas, 2005, pagg. 38-39. 
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- l’impossibilità di intervento per ridurre le conseguenze 
economiche negative degli eventi che si sono già realizzati. 
o I rischi puri sono connessi ad eventi che al loro prodursi determinano 
unicamente un’eventualità di danno. Selleri distingue i rischi puri in tre 
categorie33: 
- rischi riguardanti le persone: si tratta di rischi che possono 
incidere negativamente sulla gestione aziendale a causa di eventi 
sfavorevoli che colpiscono le persone che operano in azienda. 
Rientrano in questa categoria i rischi legati a malattie, infortuni, 
salute e sicurezza; 
- rischi riguardanti i beni: riguardano rischi legati alla perdita o al 
danneggiamento dei beni aziendali. Rientrano in detti rischi quelli 
relativi ad incendi, furti, trasporti; 
- rischi riguardanti le responsabilità: rientrano in questa categoria i 
danni arrecati a terzi da parte dell’azienda, tra cui il rischio di 
responsabilità civile verso i dipendenti, il rischio di responsabilità 
civile prodotti, rischi ambientali. 
Inoltre, i rischi puri, a differenza dei rischi speculativi, si caratterizzano 
per34: 
- una realizzazione improvvisa; 
- una manifestazione immediatamente osservabile; 
- degli effetti economici che si determinano in un brevissimo lasso 
di tempo; 
- la possibilità di ridurre le conseguenze dell’evento tramite 
l’adozione di tempestive misure di contenimento o riduzione del 
danno. 
È importante la distinzione tra rischi speculativi e puri perché anche se il 
processo di gestione dei rischi è lo stesso, cambia il peso attribuito alle diverse 
fasi, nel senso che, nel caso dei rischi puri sarà fondamentale la fase di 
                                                 
33 SELLERI L., L’impresa e il rischio. Introduzione all’Enterprise Risk Management, E - book, 
op. cit., pag. 57. 
34
  FLOREANI A., Introduzione al risk management. Un approccio integrato alla gestione dei 
rischi aziendali, op. cit.,  pag. 38. 
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identificazione e prevenzione, mentre per i rischi speculativi è importante il 
monitoraggio.  
 
1.3.4 RISCHI SISTEMATICI E SPECIFICI 
 
 
In merito alla possibilità di eliminazione del rischio tramite la 
diversificazione distinguiamo rischi sistematici (o non diversificabili) e rischi 
specifici (o diversificabili). 
o I rischi sistematici sono quei rischi che non sono eliminabili ricorrendo 
alla diversificazione in quanto derivano da fonti di rischio sistematico 
ovvero da variabili macroeconomiche e/o finanziarie, tra cui  
l’andamento generale dell’economia,  l’andamento dei tassi di interesse e 
l’inflazione. 
o I rischi specifici sono quei rischi che possono essere eliminati attraverso 
il processo di diversificazione ovvero assumendo consistenti variabili 
aleatorie non perfettamente correlate tra loro si cerca di ridurre la 
variabilità complessiva attraverso la compensazione. 
La distinzione tra rischi sistematici e specifici è fondamentale ed è inoltre 
interessante analizzare l’atteggiamento degli individui di fronte a tali rischi. 
Solitamente, si ritiene preferibile l’assunzione di rischi specifici piuttosto che di 
rischi sistematici, ciò è dovuto al fatto che i primi sono eliminabili e oltre a ciò 
l’assunzione di rischi sistematici ha l’effetto di migliorare una situazione 
positiva e peggiorare una situazione generale negativa35. 
 
 
                                                 
35
 Floreani sottolinea inoltre come il diverso atteggiamento degli individui nei confronti dei 
rischi sistematici (non correlati con l’economia e i mercati), diversificabili (positivamente 
correlati con l’economia e i mercati) e antisistematici (rischi negativamente correlati con 
l’economia e i mercati) determina un importante effetto macroeconomico. Gli strumenti 
finanziari negoziati sui mercati regolamentati che incorporano rischi sistematici avranno dei 
prezzi inferiori (e dunque una remunerazione attesa superiore) rispetto ad analoghi strumenti 
che offrono i medesimi flussi attesi e la medesima rischiosità complessiva,  ma che comportano 
rischi diversificabili o antisistematici. Se tutti preferiscono assumere rischi diversificabili 
piuttosto che rischi sistematici, nessuno sarà disposto ad assumere questi ultimi se non in 
cambio di un’adeguata remunerazione aggiuntiva (premio per il rischio sistematico). Cfr. 
FLOREANI A., Introduzione al risk management. Un approccio integrato alla gestione dei 
rischi aziendali, op. cit.,  pagg. 36-37. 
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1.4 IL RISCHIO E LA CREAZIONE DI VALORE 
 
 
La gestione dei rischi si lega inscindibilmente alla creazione del valore, in 
quanto la sopravvivenza di un’azienda è assicurata dalla sua capacità di creare 
valore per i suoi stakeholder, e la sfida principale del management è 
determinare il quantum d’incertezza accettabile per creare valore. La gestione 
dei rischi è finalizzata ad integrare le strategie, i processi, le risorse umane, le 
tecnologie e le conoscenze aziendali al fine di valutare e fronteggiare i rischi con 
i quali l’azienda è chiamata a confrontarsi sul mercato e nell’ambiente, nello 
sviluppo della sua gestione che mira ad acquisire un vantaggio competitivo ed a 
creare valore36. L’azienda crea valore per l’azionista in presenza di un 
differenziale positivo tra il rendimento e il costo del capitale investito. 
Un aumento della rischiosità della combinazione produttiva determina, 
nel tempo, una riduzione della redditività ipotizzata, per questo motivo il rischio 
rappresenta uno dei parametri chiave di cui occorre tener conto nella 
valutazione delle performance aziendali37. Il valore del capitale economico di 
un’azienda è ottenuto attualizzando i flussi di rendimento futuri che impiegano 
come tasso di sconto il costo del capitale utilizzato per finanziare l’investimento. 
Il rischio impatta sul costo del capitale, avendo riguardo sia al capitale proprio 
che a quello di terzi, sicché appare evidente la profonda relazione che si instaura 
tra di essi.  
Il rischio è insito nel costo del capitale economico, per tale motivo, la 
valutazione di quest’ultima grandezza ha suscitato diversi dibattiti in dottrina 
che hanno portato alla creazione di numerosi modelli per l’apprezzamento di 
suddetta variabile. Il Capital Asset Pricing Model (CAPM) è il modello più noto 
per la stima del costo del capitale proprio, quest’ultima variabile è data dalla 
somma tra il Free Risk rate (il tasso di rendimento delle attività prive di rischio) 
e il premio per il rischio riconosciuto a colui che investe in azioni. Quest’ultima 
è costituita da due fattori ovvero il β (beta) e il Premio per il rischio generale di 
mercato che è calcolato confrontando il rendimento medio del mercato 
                                                 
36
  Cfr. SELLERI L., L’impresa e il rischio. Introduzione all’Enterprise Risk Management, E - 
book, op. cit., pag. 41. 
37
  Cfr. D’ONZA G., Il sistema di controllo interno nella prospettiva del Risk Management, op. 
cit., pagg. 100 e segg. 
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azionario con il rendimento delle attività prive di rischio (analiticamente, Ke= Rf 
+ β (Rm - Rf)).  
Il fattore β rappresenta la rischiosità sistematica38, in quanto colpisce 
sistematicamente tutte le aziende,  che corre l’investitore pertanto è un rischio 
non diversificabile. Sicché alla base del modello del CAPM c’è un’ipotesi 
sottostante “forte” ovvero che l’indicatore β non considera il rischio specifico 
riconducibile al titolo, poiché questo può essere eliminato  attraverso la 
diversificazione del portafoglio azionario, ragion per cui non rientra nella 
remunerazione spettante all’investitore. Dunque il β fa vedere solo una parte 
della rischiosità (rischiosità sistematica) e non tiene conto di fattori di 
rischiosità specifici dell’azienda.  Tuttavia, vi sono altri limiti sull’utilizzo del β 
per misurare la rischiosità complessiva aziendale: 
- la determinazione del β quale espressione del rischio sistematico è 
applicabile solo per le aziende quotate in mercati finanziari efficienti per 
le quali, il rendimento del titolo e quello medio di mercato siano 
determinabili oggettivamente39; 
- l’esclusione della rischiosità specifica nella determinazione del β basata 
sull’ipotesi della sua possibile eliminazione attraverso la diversificazione, 
non è spesso riscontrabile nelle piccole e medie imprese italiane. In esse 
l’imprenditore destina gran parte del suo patrimonio personale, 
esponendolo in tal modo anche al rischio d’impresa.  
Nonostante questi limiti il modello del CAPM è ampliamente utilizzato, anche 
nelle imprese non quotate, in virtù della sua neutralità, oggettività e 
dimostrabilità. 
 Un altro modello per la stima del premio per il rischio specifico è 
l’Arbitrage Pricing Theory (APT). Tale modello per la stima del rischio 
                                                 
38
 Il β misura il rischio specifico dell’azienda confrontando la variabilità del rendimento del suo 
titolo azionario rispetto a quello medio di mercato. Il β è un indicatore che oscilla intorno a 1: 
- β = 1, quando il rischio del titolo aziendale è uguale a quello del  portafoglio di mercato; 
- β > 1, quando il titolo dell’azienda è più rischioso mediamente rispetto al mercato di 
riferimento. L’investimento dunque è in un titolo aggressivo che porta a perdite e 
guadagni maggiori del mercato; 
- β < 1, il rischio del titolo aziendale è minore di quello del portafoglio di mercato. Siamo 
di fronte ad un titolo difensivo che sostanzialmente oscilla meno rispetto al mercato 
dunque meno rischioso rispetto al mercato. 
39
 Nel caso di società non quotate il β può essere determinato attraverso modelli alternativi, fra i 
quali il metodo dei comparabili che sulla base del β di società simili e attraverso un processo di 
unlevering e un processo di relevering che tiene conto del rapporto di indebitamento 
dell’azienda target, si giunge alla determinazione del β dell’azienda. 
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sistematico, a differenza del CAPM che utilizza una sola variabile, impiega un 
insieme di fattori esterni, pertanto vi sono tanti coefficienti β che misurano la 
sensibilità del rendimento rispetto agli specifici fattori di rischio40. Anche l’APT 
come il CAPM non tiene conto dei fattori di rischiosità specifici dell’impresa e 
dello scenario competitivo in cui essa opera. 
Per tener conto del rischio specifico bisogna considerare altri modelli, fra 
i quali il metodo dei fondamentali ed il beta empirico. Il metodo dei 
fondamentali stima il β sulla base di informazioni interne all’azienda relative 
alla situazione patrimoniale, finanziaria ed economica tra cui la crescita 
dell’attivo, il coefficiente di indebitamento, la liquidità, la variabilità del 
risultato operativo. Il modello del beta empirico, proposto dal Donna, individua 
alcune determinanti del rischio operativo e finanziario a cui l’autore giunge 
mediante giudizi qualitativi41. I modelli analizzati tuttavia non hanno raggiunto 
la stessa diffusione del CAPM probabilmente per le caratteristiche di 
soggettività che li differenziano. 
 Il rischio ha un’influenza anche sul costo del capitale di terzi, difatti un 
aumento del rischio comporta un aumento dell’onerosità del costo di 
indebitamento che si esplicita sotto forma di un incremento del tasso di 
finanziamento o la richiesta di garanzie reali o personali. Sicché maggiore sarà 
l’indebitamento dell’azienda rispetto a quello medio di settore più alto sarà il 
rischio di liquidità dell’azienda, che si potrà trasformare in rischio di credito per 
il finanziatore. Inoltre se aumenta l’indebitamento, aumentano i tassi e ciò porta 
progressivamente ad un incremento dell’onerosità del debito che provoca un 
inversione della leva finanziaria42. 
                                                 
40
 Il modello originario non identifica specifici fattori di rischio ma lascia agli operatori definirli 
in virtù delle caratteristiche dell’attività aziendale. Tuttavia, ricerche empiriche hanno messo in 
evidenza cinque principali fattori di rischio:  l’indice della produzione industriale,  il tasso reale 
di interesse a breve termine,l’ inflazione a breve termine, l’inflazione a lungo termine e il rischio 
di insolvenza. Per approfondimenti sul modello si veda ROSS S.A., WESTERFIELD R.W., 
JAFFE F., Corporate finance, V edition, Boston, McGrawHill, 1999. 
41
 Per un’analisi della rischiosità finanziaria ed operativa si veda il paragrafo 1.3.2. 
42
 Il modello della leva finanziaria ci permette di analizzare la relazione tra il ROI (RO/CI) e il 
ROE  considerando l’indice di indebitamento o la leva finanziaria(D/CN), analiticamente: 
ROE= [ROI + ( ROI - ROD) * D/CN] * (1-t) 
- Se il ROI > ROD, all’aumentare dell’indebitamento il leverage provoca un effetto 
amplificativo sul ROE, dunque conviene indebitarsi. 
- Se il ROI < ROD, all’aumentare dell’indebitamento la leva ha un effetto riduttivo sul 
ROE, dunque non conviene indebitarsi perché il costo del debito è maggiore rispetto al 
ritorno dell’investimento in azienda. 
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 Quanto detto finora mostra con evidenza l’impatto negativo che il rischio 
ha sulla creazione di valore che si genera in presenza di uno spread positivo fra 
il rendimento del capitale investito e il costo del capitale. Dunque nel caso del 
costo del capitale proprio, gli azionisti avversi al rischio, in presenza di 
un’aspettativa di variabilità dei rendimenti, saranno disposti ad investire in 
azienda solo se l’investimento assicura un rendimento maggiore. Mentre nel 
caso del costo del capitale di debito, l’onerosità delle fonti di finanziamento 
risente del grado di rischio in quanto il tasso applicato dai finanziatori sarà 
tanto più elevato quanto maggiore è il rischio dell’azienda. 
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CAPITOLO 2 
IL RISK MANAGEMENT 
 
Dopo aver afferrato il concetto di rischio nelle sue diverse sfaccettature, 
possiamo analizzare i diversi approcci della gestione del rischio e definire in 
generale l’insieme delle attività che caratterizzano tipicamente il processo di risk 
management. 
Inoltre, diviene necessario analizzare lo stretto legame intercorrente tra il 
risk management e la Corporate Governance, in quanto ai vertici aziendali non 
solo spetta delineare il profilo di rischio aziendale ma anche tratteggiare un 
efficace sistema di controllo interno e gestione dei rischi che sia coerente con gli 
obiettivi aziendali e che favorisca l’assunzione di decisioni consapevoli.  
In questa prospettiva appare evidente come la gestione dei rischi sia 
strettamente connessa all’implementazione dei sistemi di controllo interno che 
divengono la piattaforma su cui si attiva il risk management.  
 
 
2.1 LA GESTIONE DEL RISCHIO 
 
 
La gestione del rischio si presenta in maniera differente nelle diverse 
aziende a seconda della forma giuridica, della dimensione e del settore di 
operatività. Dunque il risk management assume connotati diversi nelle piccole e 
nelle grandi aziende e inoltre profonde differenze vi sono nelle aziende che 
operano nel settore finanziario e in quello industriale43.  
Solitamente nelle aziende di piccole dimensioni la gestione del rischio è 
non formalizzata ed è lo stesso imprenditore ad occuparsi del fronteggiamento 
dei rischi. Mentre nelle grandi aziende, per effetto dei processi di delega, la 
gestione del rischio si estende ai diversi livelli organizzativi e tende ad assumere 
contenuti diversi a seconda delle differenti aree aziendali.  
                                                 
43
 Cfr. D’ONZA G., Il sistema di controllo interno nella prospettiva del Risk Management, op. 
cit., pagg. 120 e segg. 
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Inoltre, nelle aziende che operano nel settore finanziario, anche per 
effetto dell’evoluzione normativa, sono state sviluppate tecniche e strumenti 
sofisticati per la gestione delle diverse tipologie di rischio. Viceversa nelle 
aziende industriali la gestione del rischio avviene spesso secondo schemi 
informali. 
Sicché diversi sono gli approcci alla gestione del rischio e inoltre lo stesso 
concetto di risk management ha subito un’evoluzione nel tempo. 
 
2.1.1  LA GESTIONE DEL RISCHIO DA UN APPROCCIO REATTIVO 
AD UN APPROCCIO PROATTIVO 
 
Il management ha la responsabilità di gestire i rischi che minacciano il 
conseguimento degli obiettivi aziendali, pertanto, nell’affrontare tale 
responsabilità il vertice aziendale può adottare diversi approcci che si 
distribuiscono lungo un continuum che va da comportamenti meramente 
reattivi a comportamenti proattivi nella gestione del rischio44, a tal riguardo 
distinguiamo diversi approcci che si sono susseguiti nel tempo: 
- Il primo stadio è rappresentato da un approccio meramente reattivo che 
è caratterizzato da una gestione del rischio solo nel momento in cui si 
verificano gli eventi rischiosi.  
- Ad un livello inferiore di reattività vi sono quelle aziende che 
fronteggiano sistematicamente solo alcune categorie di rischio, quali i 
rischi finanziari e i rischi connessi al settore di appartenenza. 
- Ad un livello leggermente più evoluto vi sono le aziende che cominciano a 
delineare un profilo desiderato di rischio considerando i principali rischi 
che si trovano a fronteggiare, dunque non solo rischi finanziari ma anche 
rischi operativi e reputazionali. 
- Si giunge ad un approccio proattivo della gestione dei rischi quando 
l’identificazione e la misurazione dei rischi avviene in relazione alle 
variabili del modello e degli obiettivi di business, dunque la gestione del 
rischio è assimilata nei processi di pianificazione e controllo. 
                                                 
44
 Cfr. BERETTA S., Valutazione dei rischi e controllo interno, op. cit., pagg. 20-22. 
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- Ad un livello di massima proattività vi sono quelle aziende che 
incorporano la gestione del rischio nel governo delle opportunità del 
business. La direzione apprezza i rischi in relazione alle diverse 
alternative strategiche e li valuta nella selezione degli investimenti, 
monitorando il profilo di rischio desiderato e compatibile con gli obiettivi 
aziendali. La gestione del rischio diventa quindi parte integrante dei 
sistemi e dei processi che caratterizzano la gestione aziendale. 
La figura 1 mostra una più immediata rappresentazione dei diversi 
approcci, che si sono presentati nel tempo, della gestione del rischio che vanno 
da un approccio di tipo reattivo ad uno di tipo proattivo. 
 
 
 
 
Dopo aver analizzato i vari approcci della gestione del rischio passiamo 
ora ad analizzare l’evoluzione del concetto di risk management. 
 
GESTIONE DEL RISCHIO 
CARATTERIZZATA DA 
MASSIMA PROATTIVITA' 
GESTIONE DEL RISCHIO 
PROATTIVA 
GESTIONE DEI PRINCIPALI RISCHI 
(rischi finanziari, operativi e 
reputazionali) 
GESTIONE DI SPECIFICHE CATEGORIE DI 
RISCHIO (rischi finanziari e rischi connessi al 
settore di appartenenza) 
GESTIONE DEI RISCHI MERAMENTE REATTIVA 
Evoluzione 
nel tempo 
Figura 1  LA GESTIONE DEL RISCHIO DA UN APPROCCIO REATTIVO AD UN APPROCCIO 
PROATTIVO 
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2.1.2  L’EVOLUZIONE DEL CONCETTO DI RISK MANAGEMENT 
 
 
Il termine Risk Management appare per la prima volta nel 1956 sulla 
Harvard Business Review con lo scopo di proporre l’impiego di tale unità 
all’interno delle aziende per la gestione a tutto campo dei rischi aziendali45. 
Tuttavia in passato, quello che veniva definito risk management corrispondeva 
piuttosto con l’Insurance Management ovvero ad una gestione dei rischi che 
seguiva un approccio meramente reattivo con il quale i rischi, anziché 
fronteggiati, venivano coperti attraverso contratti di assicurazione. 
Solo con il tempo la vera essenza del concetto di Risk Management 
comincia ad acquisire credibilità, difatti nel 1975 l’associazione degli Insurance 
manager decise di cambiare il nome e nacque così la nuova associazione 
professionale denominata Risk and Insurance Management Society e si diede 
avvio alla pubblicazione di una nuova rivista intitolata “Risk Management”46. 
Pertanto tale passaggio segna l’importanza della gestione dei rischi non 
solo attraverso il ricorso all’assicurazione che diventa una soluzione da valutare 
in termini di convenienza economica, ma con il Risk management si intende il 
fronteggiamento di tutti i rischi, assicurabili e non assicurabili. 
Come si è analizzato nel paragrafo precedente, la gestione del rischio 
inizialmente seguiva un approccio reattivo che riguardava alcune principali 
tipologie di rischi aziendali, sicché era una visione dei rischi a “compartimenti”, 
in cui la gestione dei rischi avveniva in maniera frammentata ovvero solo in 
alcune aree di gestione ed al di fuori di un contesto complessivo. 
Solo verso la fine degli anni ’90 ed i primi anni del secondo millennio, 
l’ambiente economico, che cominciava a mutare a seguito della globalizzazione 
dei mercati, fece da elemento propulsore, al sorgere di nuovi rischi aziendali e 
l’emergere di casi di crisi d’impresa, che favorì lo sviluppo di un nuovo modello 
di gestione dei rischi, che segue un approccio di tipo proattivo47, volto ad 
                                                 
45
 GALLAGHER R.B., Risk Management: A New Phase of Cost Control, in “Harvard Business 
Review”, September - October, 1956. 
46
 Cfr. CULASSO F., Gestione del rischio e controllo strategico. Un’ottica sistemica aziendale, 
Torino, Giappichelli Editore, 2009, pag. 141; BERETTA S., Valutazione dei rischi e controllo 
interno, op. cit., pag. 23. 
47
 Cfr. CULASSO F., Gestione del rischio e controllo strategico. Un’ottica sistemica aziendale, 
op. cit., pag. 142. 
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accrescere i risultati aziendali in un’ottica di creazione del valore ovvero 
l’Enterprise Risk Management (ERM).  
L’ERM è un approccio “olistico” di gestione dei rischi che permette di 
superare la visione dei rischi a “compartimenti”, ciò premette di creare una 
cultura aziendale fondata sulla consapevolezza del rischio che pervade l’intera 
organizzazione. 
 
2.1.3 IL SISTEMA DI GESTIONE DEI RISCHI 
 
 
Come si è evidenziato nei paragrafi precedenti esistono diversi approcci 
al risk management, ciò nonostante è possibile delineare alcuni elementi che 
accomunano la gestione dei rischi in tutte le aziende, al riguardo D’Onza 
individua diversi aspetti qualificanti del sistema di risk management48: 
- gli attori sono i soggetti che ai vari livelli dell’organizzazione sono 
impegnati nel processo de gestione dei rischi e che definiscono la 
dimensione soggettiva del risk management; 
- il processo di risk management è costituito dalle attività di 
identificazione, valutazione e trattamento dei rischi. Alcuni autori 
includono nel processo di gestione dei rischi anche l’attività di 
comunicazione dei rischi che può essere distinta in reporting interno che 
è una componente trasversale del processo, e reporting esterno che è 
alimentato dall’informativa interna e si colloca al termine del processo.  
Il processo rappresenta la componente dinamica della gestione dei rischi 
che si sviluppa, senza soluzione di continuità, durante l’esistenza 
dell’azienda; 
- le tecniche e gli strumenti sono impiegate dagli attori per l’efficace 
svolgimento del processo e costituiscono la dimensione oggettiva del 
sistema. 
La figura 2 mostra una più immediata raffigurazione del sistema di 
gestione del rischio. 
                                                 
48
 Cfr. D’ONZA G., Il sistema di controllo interno nella prospettiva del Risk Management, op. 
cit., pagg. 122- 126. 
35 
 
 
 
 
 
 
 
 
 
 
 
 
 
Un valido ed efficace sistema di risk management deve presentare alcune 
caratteristiche49 ossia deve: 
- consentire il governo integrato del sistema dei rischi che gravano 
sull’azienda piuttosto che una gestione frammentata dei rischi; 
- essere orientato ad un approccio proattivo della gestione dei rischi e non 
limitarsi al contenimento delle perdite riferite a rischi specifici; 
- accogliere una visione allargata che consideri fattori di rischio relativi a 
clienti, fornitori, distributori e altri business partner; 
- svolgersi con continuità e non alla stregua di un adempimento 
periodicamente dovuto, ma come una componente naturale della 
gestione aziendale. 
Ciò presuppone l’utilizzo di un linguaggio comune nella gestione globale 
dei rischi, la definizione di una politica di gestione dei rischi e di una chiara 
assegnazione delle responsabilità, l’utilizzo e la condivisione di tecniche e 
strumenti impiegate nel processo di gestione dei rischi, e infine, l’integrazione 
                                                 
49
 Cfr. BERETTA S., Valutazione dei rischi e controllo interno, op. cit., pagg. 27-28. 
IDENTIFICAZIONE VALUTAZIONE TRATTAMENTO 
REPORTING 
ESTERNO 
REPORTING INTERNO 
PROCESSO 
TECNICHE E STRUMENTI 
ATTORI 
Figura 2  IL SISTEMA DI GESTIONE DEI RISCHI - Elaborazione da D’ONZA G., 2008. 
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del processo di risk management all’interno dei sistemi di definizione degli 
obiettivi, di elaborazione dei programmi e di misurazione dei risultati. 
 L’adozione di un linguaggio comune consente di apprezzare l’intero 
sistema dei rischi aziendali, e pertanto, è di fondamentale importanza perché 
consente50: 
- la realizzazione nel tempo di un processo consapevole di gestione del 
rischio; 
- lo sviluppo di una cultura del rischio ossia il sistema delle norme e dei 
valori presenti in azienda, nel rispetto dei quali i membri 
dell’organizzazione sono indotti ad accettare gli sforzi richiesti per 
proteggere l’azienda ai rischi ai quali è esposta; 
- lo sviluppo di un sistema di comunicazioni che consente ai responsabili 
collocati ai vari livelli organizzativi di ottenere informazioni sui rischi ai 
quali l’azienda è esposta. 
Dopo aver analizzato il sistema di risk management nel paragrafo 
successivo si approfondirà il processo di gestione del rischi. 
 
 
2.2 IL PROCESSO DI RISK MANAGEMENT 
 
 
Il risk management è “il processo attraverso il quale le organizzazioni 
affrontano i rischi legati alle loro attività con lo scopo di ottenere benefici 
durevoli nell’ambito di ogni attività, in generale e in particolare”51. Dunque il 
risk management è un processo che comprende una serie di attività, azioni e 
decisioni volte a fronteggiare e gestire i rischi che gravano sull’azienda. 
Esistono numerosi modelli che permettono di descrivere il processo di 
gestione dei rischi, fra cui: 
- l’Enterprise Risk Management- Integrated Framework proposto dal 
“Committee of Sponsoring Organizations of the Treadway Commission” (CoSO); 
- A Risk Management Standard proposto da un gruppo di associazioni 
professionali inglesi ovvero l’Institute of Risk Management (IRM), The 
                                                 
50
 SELLERI L., L’impresa e il rischio. Introduzione all’Enterprise Risk Management, E - book, 
op. cit., pag. 197. 
51
 FERMA, A Risk Management Standard, Brussels, FERMA, 2003, pag. 3. 
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Association of Insurance and Risk Managers (AIRMIC) ed il National Forum 
for Risk Management in the Public Sector (ALARM), poi ripreso dalla 
Federazione delle Associazioni Europee di Risk Management (FERMA); 
- il Risk management – Principles and guidelines proposto dallo 
Standard ISO 31000:2009. 
Questi modelli presentano molti elementi in comune e nel capitolo 
successivo si analizzerà nel dettaglio il framework proposto dal CoSO, tuttavia è 
possibile identificare in generale l’insieme delle fasi e delle attività che 
caratterizzano tipicamente il processo di Risk Management: 
1. definizione degli obiettivi attribuiti al processo di Risk Management; 
2. identificazione e descrizione dei rischi; 
3. valutazione dei rischi; 
4. trattamento dei rischi; 
5. comunicazione interna ed esterna dei rischi; 
6. monitoraggio e riesame del sistema di risk management. 
La figura 3 mostra una rappresentazione del processo di risk 
management. 
È di fondamentale importanza chiarire le finalità attribuite al processo di 
risk management ossia gestire i rischi con lo scopo di ottenere benefici durevoli 
e contribuire alla creazione del valore aziendale. Dunque il compito del 
management è cruciale in quanto deve definire le linee guida affinché la 
gestione del rischio sia coerente con gli obiettivi e programmi aziendali. 
Dopo aver chiarito gli obiettivi si passa all’individuazione e descrizione 
dei rischi per poi procedere alla valutazione dei rischi che è data dal prodotto di 
due elementi ossia la probabilità di manifestazione dell’evento e l’impatto atteso 
dello stesso. La valutazione permetterà di apprezzare l’entità del rischio che 
grava sull’azienda e definire le priorità di intervento. 
Dopo aver preso coscienza dei rischi e individuato la soglia di 
accettabilità dei rischi si procede alla definizione e implementazione delle azioni 
necessarie per mitigare i rischi. 
La comunicazione interna è necessaria per supportare l’intero processo di 
risk management favorendo il coordinamento e l’assunzione di decisioni 
adeguate, mentre la comunicazione esterna permette di informare gli 
38 
 
stakeholder sui rischi che gravano sull’azienda e sulle azioni in essere per 
fronteggiarli. 
Il monitoraggio è la fase cruciale posta al termine del processo di risk 
management sicché permette di valutare il conseguimento degli obiettivi, 
controllare l’andamento dei rischi assunti e validare l’efficacia dell’intero 
processo ed eventualmente precedere ad una revisione dello stesso. 
 
 
Figura 3  IL PROCESSO DI RISK MANAGEMENT 
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2.3 IL RISK MANAGEMENT E LA CORPORATE GOVERNANCE 
 
 
Dopo aver delineato in linea di massima il processo di Risk Management 
diviene necessario analizzare lo stretto legame intercorrente tra il Risk 
Management e la Corporate Governance, in quanto ai vertici aziendali non solo 
spetta delineare il profilo di rischio aziendale ma anche tratteggiare un efficace 
sistema di controllo interno e di gestione dei rischi che sia coerente con gli 
obiettivi aziendali e che favorisca l’assunzione di decisioni consapevoli. 
Nell’ultimo ventennio le imprese sono state sottoposte a nuove sfide 
mosse dai rilevanti cambiamenti intervenuti nel campo economico e socio-
politico, il rapido sviluppo tecnologico, la globalizzazione, mutamenti nella 
regolamentazione e legislazione, a ciò bisogna aggiungere l’accrescere delle 
aspettative degli stakeholder in relazione al conseguimento di obiettivi, 
all’efficiente utilizzo delle risorse, al miglioramento della qualità dei prodotti e 
servizi, all’attenzione dei problemi ambientali, tutto questo ha contribuito al 
mutamento del contesto in cui le aziende si trovano ad operare52. 
Inoltre numerosi fallimenti d’aziende dovute a scandali, crisi, attività 
fraudolente e remunerazioni disallineate alle performance aziendali hanno 
posto l’accento sui sistemi di governo e di controllo delle imprese. 
In particolare ci si è interrogati su come assicurare che i vertici aziendali 
agiscano nel rispetto delle norme e nell’interesse degli stakeholder quando si 
occupano della gestione aziendale. In risposta a ciò, gli organi di controllo delle 
principali Borse Valori, alcune importanti associazioni professionali, nonché 
alcune commissioni di studio di nomina governativa hanno emanato codici di 
condotta in materia di Corporate Governance53. 
La Corporate Governance è l’insieme delle regole, principi e meccanismi 
che regolano il governo e il controllo delle imprese54. Da tale definizione emerge 
                                                 
52
 Cfr. SELLERI L., L’impresa e il rischio. Introduzione all’Enterprise Risk Management, E - 
book, op. cit., pag. 295. 
53
 Cfr. BERETTA S., Valutazione dei rischi e controllo interno, op. cit., pag. 29. 
54
 La normativa societaria italiana prevede per le società per azioni tre modelli di 
amministrazione e controllo: 
- il modello tradizionale è costituito da Consiglio di Amministrazione, Collegio Sindacale 
e Assemblea dei Soci, a questi bisogna aggiungere due organi esterni ossia la Società di 
Revisione e la CONSOB; 
- il modello dualistico è costituito dal Consiglio di Gestione ed il Consiglio di 
Sorveglianza. Il primo deve essere composto da almeno due membri anche non soci e si 
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con evidenza l’importanza della posizione che rivestono gli organi di vertice e 
delle relazioni che intercorrono tra gli stessi.  
Soprattutto nel caso di imprese quotate le problematiche su menzionate 
sono ancor più rilevanti, difatti vi è l’esigenza di migliorare l’informativa e 
l’efficienza dei mercati e dunque tutelare gli investitori.  
Emerge un gap tra le aspettative degli stakeholder e le decisioni degli 
organi di governo e si è costantemente alla ricerca di nuove modalità per tenere 
d’occhio le responsabilità del management. A tal fine, negli ultimi anni si è 
cercato di migliorare le comunicazioni d’impresa con gli stakeholder in modo da 
rendere conto a questi ultimi sulla trasparenza della gestione aziendale.  
In particolare, gli azionisti si attendono che nell’impresa si sviluppi un 
sistema di Corporate Governance e di controlli idoneo a garantire che le 
strategie decise siano realmente perseguite e che gli obiettivi prefissati siano 
effettivamente conseguiti. Ciò rileva la necessità che il Consiglio di 
Amministrazione e l’Alta Direzione assicurino che vi sia una gestione a tutto 
campo dei rischi ai quali l’azienda è esposta e dei risultati che dovranno essere 
comunicati periodicamente agli azionisti.  
Selleri per gestione a tutto campo dei rischi o Enterprise Risk 
Management intende “il processo tramite il quale si realizza l’identificazione 
sistematica e completa dei rischi critici dell’impresa, la valutazione del loro 
impatto potenziale, la decisione delle strategie finalizzate a realizzarne la 
                                                                                                                                               
occupa della gestione dell’impresa. Inoltre, i primi componenti sono nominati nell'atto 
costitutivo, invece durante la vita dell’impresa sono nominati dal Consiglio di 
Sorveglianza. Mentre, il secondo, deve essere composto da almeno tre membri e almeno 
un componente deve essere iscritto nel registro dei revisori contabili istituito presso il 
Ministero della Giustizia, inoltre durante la vita dell’impresa è nominato dall’Assemblea 
ordinaria. Il consiglio di sorveglianza detiene i poteri attribuiti al Collegio Sindacale nel 
sistema tradizionale e, per certi versi, dell’Assemblea Ordinaria in quanto nomina e 
revoca i componenti del consiglio di gestione, approva il bilancio e vigila sull'osservanza 
della legge e dello statuto e sull'adeguatezza dell'assetto organizzativo, amministrativo e 
contabile; 
- il modello monistico è costituito dal Consiglio di Amministrazione e il Comitato per il 
controllo sulla gestione. Il primo si occupa in via esclusiva dell’amministrazione di 
impresa, mentre il secondo è costituito all’interno del primo e si occupa del controllo di 
impresa. Tale modello si discosta da quello tradizionale perché in esso non è prevista la 
figura dell’amministratore unico. 
Nello statuto è indicato il modello prescelto tuttavia, in linea di principio in tutte le 
società per azioni, indipendentemente dal modello di amministrazione e controllo adottato, 
sono soggette al controllo di una Società di revisione o di un revisore iscritti nel registro dei 
revisori contabili istituito presso il Ministero della giustizia. Nel caso in cui la società faccia 
ricorso al mercato del capitale di rischio il controllo contabile è esercitato obbligatoriamente da 
una società di revisione. Per le società non quotate che adottano il modello tradizionale che non 
sono tenute alle redazione del bilancio consolidato e lo statuto lo preveda espressamente il 
controllo contabile può essere esercitato dal Collegio sindacale. 
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gestione integrata, tramite le quali riuscire a contenere la sua vulnerabilità 
entro limiti compatibili con gli obiettivi di creazione del valore che essa si 
prefigge di raggiungere”55. 
In Italia, il tema della gestione dei rischi trova autoregolamentazione 
anche all’interno del Codice di Autodisciplina delle Società Quotate pubblicato 
(per la prima volta nel 1999, poi rivisto nel 2002 e nel 2006, successivamente 
modificato nel 2010, aggiornato nel 2011 e infine nel 2014) dal Comitato per la 
Corporate Governance, istituito da Borsa Italiana SpA56.  
Il Codice di Autodisciplina, modificato recentemente nel luglio 2014, 
continua a sottolineare l’importanza del sistema di controllo interno e di 
gestione dei rischi che è costituito dall’insieme delle regole, delle procedure e 
delle strutture organizzative volte a consentire l’identificazione, la misurazione, 
la gestione e il monitoraggio dei principali rischi.  
Altresì dichiara che un efficace sistema di controllo interno e di gestione 
dei rischi contribuisce a una conduzione dell’impresa coerente con gli obiettivi 
aziendali definiti dal consiglio di amministrazione, favorendo l’assunzione di 
decisioni consapevoli. Il Codice sottolinea inoltre che tale sistema concorre ad 
assicurare: 
o la salvaguardia del patrimonio sociale;  
o l’efficienza e l’efficacia dei processi aziendali,  
o l’affidabilità dell’informazione finanziaria; 
o il rispetto di leggi e regolamenti nonché dello statuto sociale e delle 
procedure interne. 
Il Codice di Autodisciplina attribuisce il governo dei rischi ai massimi 
organi aziendali. Difatti lo stesso afferma che “il sistema di controllo interno e 
gestione dei rischi coinvolge, ciascuno per le proprie competenze57: 
a. il Consiglio di Amministrazione, che svolge un ruolo di indirizzo e di 
valutazione dell’adeguatezza del sistema e individua al suo interno: 
                                                 
55
 Selleri inoltre scrive che “la gestione a tutto campo riguarda l’intero sistema dei rischi 
d’impresa, riconducibili a: i Rischi strategici; i Rischi operativi; i Rischi finanziari; i Rischi puri e 
i Rischi di compliance”. SELLERI L., L’impresa e il rischio. Introduzione all’Enterprise Risk 
Management, E - book, op. cit., pag. 304. 
56
 BORSA ITALIANA SpA, Comitato per la Corporate Governance, Codice di Autodisciplina, 
2014. 
57
 Per una disamina completa sugli attori del sistema di Risk Management si rinvia al capitolo 
successivo. 
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- uno o più amministratori, incaricati dell’istituzione e del 
mantenimento di un efficace sistema di controllo interno e di 
gestione dei rischi. Tale figura è qualificata dal Codice come 
“Amministratore incaricato del sistema di controllo interno e 
di gestione dei rischi”; 
- un Comitato controllo e rischi, con il compito di supportare, 
con un’adeguata attività istruttoria, le valutazioni e le decisioni 
del consiglio di amministrazione relative al sistema di controllo 
interno e di gestione dei rischi, nonché quelle relative 
all’approvazione delle relazioni finanziarie periodiche; 
b. il responsabile della funzione di Internal Audit, incaricato di 
verificare che il sistema di controllo interno e di gestione dei rischi sia 
funzionante e adeguato; 
c. gli altri ruoli e funzioni aziendali con specifici compiti in tema di 
controllo interno e gestione dei rischi, articolati in relazione a 
dimensioni, complessità e profilo di rischio dell’impresa; 
d. il Collegio Sindacale, anche in quanto comitato per il controllo 
interno e la revisione contabile, che vigila sull’efficacia del sistema di 
controllo interno e di gestione dei rischi. 
Dall’analisi del Codice di Autodisciplina è evidente come i massimi livelli 
aziendali siano responsabili della gestione dei rischi, e per quanto l’adesione al 
Codice non ha carattere cogente comunque la sua pubblicazione ha sollevato 
l’attenzione di un vasto pubblico su tali tematiche, creando in qualche modo, 
nelle imprese quotate, un’obbligazione morale che induce a seguire le 
indicazioni in esso contenute58.  
Come si è detto l’adesione al Codice di Autodisciplina non ha carattere 
impositivo ma è volontaria ed ogni società italiana con azioni quotate che 
aderisce al Codice deve fornire nella relazione sul governo societario e gli 
assetti proprietari informazioni accurate, sui comportamenti attraverso i quali 
le singole raccomandazioni contenute nei principi e nei criteri applicativi 
contenuti nel Codice sono state concretamente applicate nel periodo cui si 
riferisce la relazione. 
                                                 
58
 Cfr. BERETTA S., Valutazione dei rischi e controllo interno, op. cit., pag. 31. 
43 
 
Inoltre, in linea con la Raccomandazione UE n. 208/2014, gli emittenti 
devono indicare chiaramente nella relazione sul governo societario le specifiche 
raccomandazioni da cui si sono discostati. In forza del meccanismo del comply 
or explain previsto dall’art. 123-bis del T.u.f., è però necessario spiegare le 
ragioni della disapplicazione. 
Appurato lo stretto legame esistente tra Corporate Governance e Risk 
Management, non si può trascurare al contempo la forte relazione intercorrente 
tra la gestione dei rischi e il Sistema di Controllo interno che si analizzerà nel 
paragrafo successivo. 
 
 
2.4 IL RISK MANAGEMENT E IL SISTEMA DI CONTROLLO 
INTERNO 
 
 
La gestione dei rischi è strettamente connessa all’implementazione dei 
sistemi di controllo interno che divengono la piattaforma su cui si attiva il risk 
management.  
Da un’attenta disamina del Codice di Autodisciplina non sfuggirà difatti il 
forte legame che sussiste tra il Sistema di Controllo Interno e il Risk 
Management nel senso che il controllo è una delle componenti su cui far leva 
per poter gestire i rischi e pertanto, le caratteristiche dei controlli quanto a 
tipologia, tempestività, profondità, ampiezza e analiticità vanno definite 
considerando il livello di esposizione al rischio. 
Il sistema dei controlli rappresenta un elemento chiave della governance 
di un’impresa. Le sue componenti sono variegate e vanno dai controlli effettuati 
dai responsabili delle aree operative, al cosiddetto controllo di gestione, che 
riguarda la pianificazione e il controllo aziendale, sino alla revisione interna 
intesa come attività di verifica generale sulla struttura e sulla funzionalità dei 
controlli interni59. 
L’architettura dei controlli varia per ciascuna impresa in relazione a 
diverse variabili quali la dimensione, il tipo di attività, la struttura del gruppo e 
il contesto regolamentare ma indipendentemente da ciò, la moderna concezione 
                                                 
59
 Cfr. BORSA ITALIANA SpA, Comitato per la Corporate Governance, Codice di Autodisciplina, 
op. cit., pag 32. 
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dei controlli ruota attorno alla definizione dei rischi aziendali, alla loro 
identificazione, valutazione e monitoraggio.  
Ragion per cui, il sistema di controllo interno e di gestione dei rischi 
rappresentano un sistema unitario di cui il rischio rappresenta proprio il fil 
rouge.  
Inoltre spetta al Consiglio di Amministrazione definire le linee di 
indirizzo del sistema dei controlli e la valutazione dell’adeguatezza dello stesso, 
in coerenza con il profilo di rischio aziendale definito dal medesimo organo.  
Il Sistema di Controllo Interno, accogliendo la definizione del CoSO60, è 
un processo, svolto dal Consiglio di Amministrazione, dai dirigenti e da altri 
operatori della struttura aziendale, che si prefigge di fornire una ragionevole 
sicurezza sulla realizzazione degli obiettivi rientranti nelle seguenti categorie: 
- efficacia ed efficienza delle attività operative; 
- attendibilità delle informazioni di bilancio; 
- conformità alle leggi e ai regolamenti in vigore. 
Tale definizione è stata elaborata dal Committee of Sponsoring 
Organizations (CoSO), nota anche come Tradeway Commission, una 
commissione di studio costituita da cinque prestigiose associazioni 
professionali61 che aveva lo scopo di condurre uno studio sui casi di falso in 
bilancio di alcune importanti società quotate, da cui ne scaturì che uno dei 
fattori riconducibili a comportamenti fraudolenti erano le inefficienze dei 
controlli interni. Pertanto la Commissione elaborò un rapporto per il disegno 
dei sistemi di controllo interno e per riacquisire la fiducia degli investitori.   
Il CoSO Report, pubblicato nel 1992, è divenuto un modello di 
riferimento mondiale per valutare l’efficacia dei sistemi di controllo posti in 
essere dalle aziende e per la predisposizione di codici, norme e altri documenti 
in materia di controllo interno. 
                                                 
60
 COMMITTEE OF SPONSORING ORGANIZATION, Internal Control - Integrated 
Framework, Jersey City, AICPA, 1992. In Italia tradotto e integrato da COOPERS&LYBRAND, 
Il sistema di Controllo Interno. Progetto Corporate Governance per l’Italia, Milano, Il Sole 24 
Ore, 1997, pag. 15. 
61
 La commissione è stata creata dal patrocinio dell’American Insitute of Certified Public 
Accountants (AICPA), dell’American Accounting Association (AAA), del Financial Executives 
International (FEI), dell’Institute of Internal Auditors (IIA)5 e dell’lnstitute of Management 
Accountants (IMA). 
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Per il raggiungimento degli obiettivi riportati nella definizione su 
indicata, il sistema di controllo interno si compone di cinque componenti 
interconnesse62: 
1. l’ambiente di controllo è un importante elemento della cultura di 
un’azienda, in quanto determina il livello di sensibilità del personale alla 
necessità di controllo e pertanto costituisce le fondamenta di tutte le altre 
componenti. L’ambiente di controllo ingloba diversi fattori quali 
l’integrità e valori etici, la competenza del personale, la filosofia e lo stile 
del management, le modalità di delega delle responsabilità, la politica 
organizzativa e di motivazione del personale e infine, la dedizione e la 
chiarezza del Consiglio di Amministrazione di indicare gli obiettivi; 
2. la valutazione dei rischi consiste nell’individuare e analizzare i fattori che 
possono pregiudicare il raggiungimento degli obiettivi aziendali, al scopo 
di determinare come questi rischi dovranno essere gestiti. Questo 
processo è un elemento chiave di un sistema di controllo interno efficace 
proprio perché l’ambiente micro e macroeconomico, la situazione 
normativa e le condizioni operative aziendali sono in continuo 
mutamento e pertanto, diviene necessario padroneggiare i rischi specifici 
connessi a tali trasformazioni; 
3. le attività di controllo si possono definire come l’applicazione delle 
politiche e delle procedure che garantiscono al management l’attuazione 
delle direttive e dei provvedimenti necessari per ridurre i rischi connessi 
alla realizzazione degli obiettivi; 
4. le informazioni e comunicazioni: le informazioni pertinenti devono 
essere identificate, raccolte e diffuse nella forma e nei tempi idonei 
affinché ciascuno possa adempiere alle proprie responsabilità. È 
necessario attuare comunicazioni efficaci e diffuse in maniera che queste 
fluiscano all’interno dell’azienda sia verso il basso che verso l’alto ma 
anche trasversalmente; 
5. il monitoraggio: i sistemi di controllo interno per continuare a 
funzionare efficacemente devono essere monitorati nel tempo, ciò si 
                                                 
62
 COOPERS&LYBRAND, Il sistema di Controllo Interno. Progetto Corporate Governance per 
l’Italia,op. cit., pagg. 19 e segg. 
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concretizza in attività di supervisione continua, in valutazioni periodiche 
oppure in una combinazione dei due metodi. 
La figura 4 mostra una rappresentazione del sistema di controllo interno 
proposto dal CoSO. 
 
Figura 4 IL SISTEMA DI CONTROLLO INTERNO - Elaborazione da COOPERS&LYBRAND, 
1997. 
 
 
 
 
Fra gli aspetti di rilievo che si desumono dal modello di controllo 
proposto dal CoSO troviamo63: 
- il riferimento al concetto di processo, inteso come un insieme di attività 
fra loro correlate ed integrate nei processi gestionali, volte al 
raggiungimento dell’efficacia e dell’efficienza delle attività operative, 
dell’attendibilità delle informazioni di bilancio e della conformità alle 
leggi e ai regolamenti; 
- la trasversalità di tale processo nell’organizzazione, poiché al controllo 
partecipano diversi soggetti collocati ai vari livelli organizzativi dotati di 
ruoli e responsabilità differenti; 
- il riferimento alla ragionevole certezza e non all’assoluta garanzia del 
conseguimento degli obiettivi. Ciò è dovuto al fatto che i controlli per 
                                                 
63
 Cfr. D’ONZA G., Il sistema di controllo interno nella prospettiva del Risk Management, op. 
cit., pagg. 176-177. 
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quanto adeguatamente strutturati possono essere elusi fraudolentemente 
o comunque non eseguiti nella maniera corretta. Inoltre durante la 
dinamica aziendale potrebbero verificarsi eventi non prevedibili o in ogni 
modo non controllabili che causano degli scostamenti rispetto agli 
obiettivi. 
Forte del successo conseguito con tale modello di controllo, nel 2004 il 
CoSO ha elaborato un nuovo documento denominato Enterprise Risk 
Management (ERM)64. Questo nuovo documento non sostituisce il precedente 
ma lo integra, proponendo una visione più ampia della gestione del rischio, non 
più intesa come una componente del sistema di controllo bensì il nuovo modello 
sposta il baricentro sul tema della valutazione e del controllo dei rischi. 
Per quanto il CoSO Report proposto nel 1992 muovesse dall’esigenza di 
ridurre i rischi di non conseguimento degli obiettivi aziendali e considerasse 
esplicitamente l’identificazione dei rischi fra le sue componenti, il processo di 
gestione dei rischi appariva marginale rispetto allo svolgimento delle attività di 
controllo65. 
Ponendo a confronto i due framework emergono due diverse 
impostazioni della relazione fra i controlli interni e la gestione dei rischi. Nel 
report relativo al sistema di controllo interno la valutazione dei rischi rientra tra 
le cinque componenti, mentre nell’ERM le attività di controllo sono collocate fra 
le varie azioni di risposta al rischio che possono essere intraprese per ridurre la 
probabilità o l’impatto degli eventi dannosi66. 
 Nell’ERM l’individuazione dei rischi è insita nella formulazione delle 
strategie, la ricerca degli eventi non riguarda solo i fattori avversi ma anche le 
opportunità e inoltre, il fronteggiamento dei rischi comprende anche azioni che 
esulano dal concetto di controllo. 
Una volta compresa la relazione inversa che sussiste fra rischio e 
creazione di valore, necessariamente, le imprese cercheranno di individuare e 
fronteggiare eventi avversi che possono intaccare la ricchezza aziendale. 
Pertanto potremmo definire, il Sistema di Controllo Interno e il Risk 
Management due facce della stessa medaglia, in quanto sono due elementi che 
                                                 
64
 Per un’analisi approfondita dell’ERM si rinvia al capitolo successivo. 
65
 BERETTA S., Valutazione dei rischi e controllo interno, op. cit., pag. 49. 
66
 Cfr. D’ONZA G., Il sistema di controllo interno nella prospettiva del Risk Management, op. 
cit., pag. 184. 
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tendono sempre più a convergere ed integrarsi con lo scopo di favorire il 
governo dell’azienda. 
Per massimizzare l’efficacia e l’efficienza del sistema di controllo interno, 
tale sistema dovrebbe partire dalla definizione degli obiettivi, svilupparsi 
attraverso l’identificazione e prioritizzazione dei rischi che potrebbero intaccare 
il raggiungimento degli obiettivi, procedere alla loro valutazione in modo da 
individuare quali fra questi è “economicamente conveniente”67 fronteggiare 
attraverso le attività di controllo.  
Un sistema di controllo interno che segue un approccio risk based dovrà 
essere definito in funzione della natura dei rischi e della loro entità e inoltre 
dovrà intervenire non soltanto a consuntivo una volta che l’evento si è 
manifestato per poter contenere il danno bensì dovrà intervenire a preventivo 
per ridurre la probabilità di manifestazione degli eventi avversi che potranno 
determinare uno scostamento rispetto agli obiettivi. In più, è evidente che le 
attività di controllo, in quanto volte a minimizzare i fattori rischiosi che mutano 
nel corso della combinazione produttiva, dovranno essere modificate per far sì 
che il livello di rischio si collochi entro un livello ritenuto accettabile dal 
management. 
 
 
 
 
 
 
 
 
 
 
 
 
 
                                                 
67
 Secondo il principio della razionalità economica, il costo legato alle attività di controllo si 
dovrebbe collocare a livelli non superiori rispetto al beneficio ottenibile in termini di riduzione 
della perdita attesa. 
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CAPITOLO 3 
L’ENTERPRISE RISK 
MANAGEMENT 
 
Dopo aver delineato il sistema di risk management andiamo ora ad 
analizzare uno dei modelli più noti di riferimento in ambito mondiale per la 
gestione dei rischi aziendali ossia l’Enterprise Risk Management. 
 
 
3.1 INTRODUZIONE AL MODELLO ERM 
 
 
L’Enterprise Risk Management - Integrated Framework è un 
documento per la gestione dei rischi proposto dal Committee of Sponsoring 
Organizations of the Treadway Commission (CoSO), pubblicato nel 2004 in 
USA. L’Enerprise Risk Management (ERM) non va a sostituire i concetti 
sviluppati nel 1992 dall’Internal Control - Integrated Framework, che continua 
ad essere un modello di riferimento in materia di controllo interno, ma lo 
perfeziona e amplia andando a definire un unico modello di riferimento per le 
aziende.  
L’obiettivo del management è la creazione di valore per i suoi stakeholder 
allo scopo di garantire la sopravvivenza dell’azienda, a tal proposito 
l’introduzione di un modello quale l’Enterprise Risk Management consente alle 
aziende di affrontare gli eventi incerti e soprattutto determinare il grado di 
rischio accettabile per creare valore. L’incertezza rappresenta sia un rischio sia 
un’opportunità e può pertanto portare alla distruzione o alla creazione del 
valore. Quest’ultima si realizza quando l’azienda impiega risorse che generano 
benefici maggiori dei costi.  
Pertanto le aziende per fronteggiare validamente l’incertezza e, più 
precisamente, per trarre vantaggio dalle opportunità che le si prospettano e allo 
stesso tempo contenere le conseguenze economiche negative dei rischi, devono 
realizzare una gestione globale ed integrata delle opportunità e dei rischi, 
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proiettata su un orizzonte di medio e lungo periodo68. Da ciò, dichiara il Selleri, 
scaturisce il ricorso delle aziende all’Enterprise Risk Management ossia alla 
gestione a tutto campo dei rischi d’impresa. 
Il management massimizza il valore quando formula obiettivi e strategie 
aziendali tali da realizzare un equilibrio tra crescita, redditività e relativi rischi, e 
impiega efficientemente ed efficacemente le risorse al fine del raggiungimento 
degli obiettivi prefissati. A tal proposito l’ERM rappresenta una risposta 
concreta a queste esigenze, sicché in virtù delle sue caratteristiche consente: 
- l’allineamento della strategia al rischio accettabile. Il management 
definisce il livello di rischio accettabile per valutare le alternative 
strategiche, fissare i corrispondenti obiettivi e sviluppare meccanismi per 
gestire i relativi rischi; 
- una migliore risposta ai rischi individuati. L’ERM consente di 
individuare tra le varie risposte al rischio (evitare, ridurre, condividere e 
accettare il rischio) quella più adeguata; 
- la riduzione degli imprevisti e delle relative perdite. Migliorando la 
capacità di individuare potenziali eventi, valutare e formulare le risposte 
adeguate, le aziende riducono la frequenza degli imprevisti e i 
conseguenti costi e perdite; 
- l’identificazione e la gestione dei rischi correlati e multipli. Ogni azienda 
si trova ad affrontare molteplici rischi che interessano le varie aree 
dell’organizzazione, pertanto il management non deve gestire solamente i 
singoli rischi ma deve anche capire la correlazione tra i loro possibili 
impatti ed effetti. L’ERM facilita la formulazione di adeguate risposte a 
rischi multipli e correlati; 
- l’identificazione delle opportunità. L’ERM consente al management 
l’individuazione di tutti gli eventi potenziali, rischi ma anche 
opportunità; 
- il miglioramento dell’impiego di capitale. Informazioni affidabili sui 
rischi consentono al management una migliore valutazione del 
fabbisogno complessivo di capitale e ciò permette di ottimizzare 
l’allocazione. 
                                                 
68
 Cfr. SELLERI L., L’impresa e il rischio. Introduzione all’Enterprise Risk Management, E - 
book, op. cit., pag. 14. 
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Queste caratteristiche proprie dell’ERM supportano il management nel 
raggiungimento degli obiettivi prefissati evitando imprevisti e insidie di 
persorso. 
Come già si è accennato nei paragrafi precedenti, l’ERM rappresenta un 
cambiamento sostanziale di approccio, si passa da una gestione del rischio “a 
silos o isolata” a una visione di tipo “olistico”, vale a dire una gestione del 
portafoglio rischi aziendale nel suo complesso69.  
Questo nuovo approccio al risk management - olistico, integrato, 
proiettato al futuro ed orientato ai processi - evidenzia l’esigenza di gestire tutti i 
rischi e le opportunità aziendali per accrescere il valore globale dell’impresa per 
gli azionisti70. 
L’Enterprise Risk Management viene definito dal CoSO come “un 
processo, posto in essere dal Consiglio di Amministrazione, dal management e 
da altri operatori della struttura aziendale, utilizzato per la formulazione delle 
strategie in tutta l’organizzazione, progettato per individuare eventi potenziali 
che possono influire sull’attività aziendale, per gestire il rischio entro i limiti 
del rischio accettabile e per fornire una ragionevole sicurezza sul 
conseguimento degli obiettivi aziendali”71. 
Tale definizione evidenzia alcuni concetti fondamentali per una gestione 
sistemica dei rischi, per meglio dire l’ERM: 
- è un processo ossia non è un qualcosa di statico ma deriva da una serie di 
azioni che interagiscono e interessano l’intera azienda; 
- è posto in essere da persone che operano a tutti i livelli della struttura 
organizzativa e ne influenza i comportamenti. È necessario definire con 
chiarezza le politiche e le linee di responsabilità affinché il processo di 
gestione sia efficace e coordinato72; 
- è utilizzato per la formulazione delle strategie. I vertici aziendali 
definiscono la strategia per raggiungere gli obiettivi strategici, per 
                                                 
69
 Cfr. MILLETTI L., Introduzione all’Enterprise Risk Management, in Amministrazione & 
finanza Oro, n. 5/2007, pag. 15. 
70
 SELLERI L., L’impresa e il rischio. Introduzione all’Enterprise Risk Management, E - book, 
op. cit., pag. 41. 
71
 ASSOCIAZIONE ITALIANA INTERNAL AUDITORS, PRICEWATERHOUSECOOPERS, La 
gestione del rischio aziendale. ERM - Enterprise Risk Management: un modello di riferimento 
e alcune tecniche applicative, op. cit., pag. 2. 
72
 Cfr. BERETTA S., Valutazione dei rischi e controllo interno, op. cit., pag. 50. 
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arrivare a conseguire, a cascata, gli obiettivi specifici ai vari livelli 
dell’organizzazione;  
- pervade l’intera organizzazione. L’ERM è utilizzato in tutta 
l’organizzazione e include una visione globale del rischio a livello 
aziendale che deriva dalla valutazione dei singoli rischi ai vari livelli della 
struttura; 
- consente di gestire il rischio aziendale entro un livello ritenuto 
accettabile. Il rischio accettabile è l’ammontare del rischio che 
un’azienda è disposta ad accettare nel perseguire la propria missione e 
creare valore. Esso riflette la filosofia e la cultura della gestione del 
rischio; 
- anche se ben strutturato fornisce al Consiglio di Amministrazione e al 
management una ragionevole sicurezza sul raggiungimento degli 
obiettivi relativi a una o più categorie (obiettivi strategici, operativi, di 
reporting e di conformità) e non un’assoluta certezza. Ciò è dovuto al 
fatto che la stessa incertezza e i relativi rischi riguardano il futuro che 
nessuno può predire con certezza. 
Dopo aver delineato e definito l’Enterprise Risk Management, nel 
paragrafo successivo si analizzeranno le sue componenti. 
 
 
3.2 LE COMPONENTI DELL’ERM 
 
 
Il CoSO ha individuato otto componenti interconnesse che definiscono 
l’Enterprise Risk Management: 
1. l’Ambiente interno; 
2. la Definizione degli obiettivi; 
3. l’Identificazione degli eventi; 
4. la Valutazione del rischio; 
5. la Risposta al rischio; 
6. le Attività di controllo; 
7. le Informazioni e la comunicazione; 
8. il Monitoraggio. 
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La figura 5 mostra una rappresentazione del modello ERM proposto dal 
CoSO nelle sue tre dimensioni: obiettivi aziendali, componenti e articolazioni 
aziendali. 
 
 
 
 
 
 
 
 
 
 
 
 
Ciascuna componente attraversa tutte e quattro le categorie di obiettivi e 
inoltre l’ERM si applica sia all’intera azienda sia alle singole unità difatti questa 
relazione è rappresentata nella terza dimensione del cubo. Sostanzialmente, 
l’interazione tra le otto componenti del processo ERM e le quattro categorie di 
obiettivi aziendali viene considerata a tutti i livelli dell’organizzazione aziendale, 
dall’intera azienda complessivamente considerata alle varie divisioni, business 
unit e società controllate. 
Le componenti dell’ERM costituiscono anche criteri per valutare 
l’efficacia del modello poiché la valutazione dell’efficacia dell’ERM è un giudizio 
soggettivo fondato sulla presenza e sul corretto funzionamento delle otto 
componenti.  
Figura 5  IL MODELLO ERM - Enterprise Risk Management – Integrated Framework. 
OBIETTIVI 
COMPONENTI 
LIVELLI 
DELL’ORGANIZZAZIONE 
AZIENDALE 
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Il giudizio di efficacia dell’ERM per ciascuna delle quattro categorie di 
obiettivi consente, al Consiglio di Amministrazione e al management, di avere 
una ragionevole sicurezza73: 
- sulla misura in cui gli obiettivi strategici e quelli operativi si stanno 
conseguendo; 
- sull’affidabilità dei report; 
- sull’osservanza delle leggi e dei regolamenti in vigore. 
Il modello ERM può essere applicato a tutte le aziende 
indipendentemente dalle dimensioni sebbene le metodologie utilizzate per 
ciascuna componente possono essere differenti nelle piccole e medie imprese 
rispetto alle grandi aziende, in particolare nelle prime possono essere utilizzati 
meccanismi meno formali e strutturati rispetto alle seconde. 
Tale modello di gestione dei rischi è applicato all’azienda nel suo 
complesso, tuttavia è possibile valutare la sua efficacia anche in relazione ad una 
specifica unità sempre attraverso la valutazione dell’esistenza e del corretto 
funzionamento di ciascuna componente. 
Sulla base delle indicazioni fornite dal framework di riferimento, nei 
paragrafi successi si cercherà di analizzare nel dettaglio ciascuna componente 
dell’Enterprise Risk Management. 
 
3.2.1 L’AMBIENTE INTERNO 
 
L’ambiente interno è la prima componente dell’ERM e costituisce le 
fondamenta del modello in quanto da esso scaturiscono tutte le altre 
componenti poiché fornisce disciplina e struttura. Tale componente è 
caratterizzata e influenzata a sua volta da diversi fattori: 
- la filosofia della gestione del rischio; 
- il livello di rischio accettabile o risk appetite; 
- il ruolo del Consiglio di Amministrazione; 
- l’integrità e i valori etici; 
                                                 
73
 Cfr. ASSOCIAZIONE ITALIANA INTERNAL AUDITORS, PRICEWATERHOUSECOOPERS, 
La gestione del rischio aziendale. ERM - Enterprise Risk Management: un modello di 
riferimento e alcune tecniche applicative, op. cit., pag. 25. 
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- la competenza del personale e l’adeguatezza della struttura 
organizzativa; 
- lo stile manageriale e l’attribuzione dei poteri e delle responsabilità; 
- la gestione delle risorse umane. 
La filosofia della gestione del rischio è l’insieme dei valori e dei 
comportamenti che caratterizzano l’atteggiamento dell’azienda nei confronti del 
rischio, dalla formulazione delle strategie all’attuazione delle attività operative 
correnti. La filosofia della gestione del rischio è riflessa in qualsiasi scelta 
attuata dal management per gestire l’azienda, pertanto è insita nelle 
comunicazioni orali e scritte, nelle politiche gestionali, nei processi decisionali, e 
soprattutto nell’atteggiamento dell’Alta Direzione. Difatti, è fondamentale non 
solo comunicare l’importanza del sistema di gestione dei rischi ma il 
management deve anche dare il buon esempio nello svolgimento delle attività 
quotidiane.  
La filosofia della gestione del rischio deve essere condivisa dall’intera 
organizzazione e permette di comprendere perché l’azienda dovrebbe dotarsi di 
un sistema integrato di gestione dei rischi qual è l’ERM e a quali principi questo 
si ispira. Un’efficace gestione del rischio favorisce il raggiungimento degli 
obiettivi aziendali e aiuta concretamente l’organizzazione a creare e preservare 
valore per gli azionisti. 
Il livello di rischio accettabile o risk appetite è l’ammontare del 
rischio che un’azienda è disposta ad assumersi nel perseguire la propria 
missione e creare valore. Esso riflette la filosofia della gestione del rischio e 
condiziona la definizione delle strategie difatti, un’azienda sceglierà una 
strategia più rischiosa quanto più è alto il risk appetite.  
Il livello di rischio accettabile può essere espresso in termini quantitativi, 
cercando di bilanciare obiettivi di crescita e di redditività con il rischio 
derivante, oppure solitamente viene espresso in termini qualitativi come basso, 
medio o alto. Inoltre, il risk appetite può essere definito esplicitamente ma altre 
volte può anche essere non formalizzato e dunque derivare dai comportamenti. 
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È possibile distinguere due macro tipologie di risk appetite: 
a. avversione al rischio, quando si prediligono politiche e strategie volte a 
ridurre il grado di rischio che puntano su rendimenti contenuti ma 
piuttosto sicuri ossia che presentano una bassa probabilità di insuccesso; 
b. propensione al rischio, quando le decisioni sono orientate verso strategie 
che presentano una più alta probabilità di insuccesso in cambio però di 
rendimenti più elevati. 
Bisogna considerare che il risk appetite deriva da molteplici fattori ossia: 
- dai valori individuali degli amministratori, in quanto chiunque nella vita 
quotidiana ha una propria propensione al rischio che può andare a 
condizionare le scelte e le decisioni; 
- dalla tipologia di remunerazione degli amministratori, poiché 
generalmente una remunerazione variabile porta ad assumere una 
maggiore propensione al rischio rispetto ad una remunerazione fissa. 
Perché il fatto di ottenere ritorni maggiori spinge l’amministratore verso 
strategie più aggressive e conseguentemente più rischiose; 
- dal modello di governance dell’azienda, vale a dire le aziende familiari si 
potrebbero orientare verso decisioni più prudenti volte a garantire una 
maggiore longevità dell’attività aziendale rispetto alle aziende 
manageriali nelle quali i manager potrebbero invece puntare alla 
massimizzazione del valore nel breve periodo attraverso decisioni 
strategiche più aggressive. 
Il ruolo del Consiglio di Amministrazione influenza notevolmente 
l’ambiente interno difatti l’esperienza, la moralità, l’indipendenza nonché 
l’impegno e la supervisione degli amministratori sono dei fattori cruciali per 
l’efficacia dell’ERM. Il Consiglio di Amministrazione deve indagare sulle attività 
svolte dal management e reagire prontamente nel caso in cui si verifichino 
comportamenti non corretti. È fondamentale che i principi e i valori aziendali 
siano trasferiti mediante i comportamenti e soprattutto per opera di 
atteggiamenti dell’Amministratore Delegato.  
Per far sì che l’ambiente interno si possa considerare efficace è 
indispensabile che il Consiglio sia formato in maggioranza da amministratori 
esterni indipendenti, necessari non solo per fornire validi pareri ma anche per 
svolgere una funzione di equilibrio, “check and balance”, sul management. 
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Inoltre, anche gli organi di controllo spingono affinché si introduca un efficace 
sistema di gestione dei rischi perché in tal modo riescono a limitare le proprie 
responsabilità. 
L’integrità e i valori etici del personale che gestisce, amministra e 
monitora le attività aziendali sono elementi imprescindibili per un efficace 
sistema di ERM. Il codice di condotta fornisce il collegamento tra la visione 
dell’organizzazione e le sue procedure operative e inoltre i manager sono 
sempre più consapevoli del fatto che l’etica paga e che i comportamenti etici 
generano successo migliorando la reputazione aziendale.  
Proprio per questo, le aziende si dotano sempre più spesso di codici etici 
che esplicitano i valori aziendali in modo da orientare i comportamenti e 
assicurare il rispetto della normativa. Il problema sorge nel momento in cui tali 
codici etici rappresentano solo “cosmetica” dell’azienda dunque un semplice 
artifizio per comunicare dei valori all’esterno che però di fatto non sono 
rispettati. È fondamentale che i valori vengano diffusi dal leader 
dell’organizzazione, in effetti, è spesso l’Amministratore delegato a dare 
l’impronta etica all’azienda.  
Definire i valori etici non è semplice perché entrano in gioco interessi 
spesso contrastanti dei diversi soggetti coinvolti. Vi sono alcuni fattori che 
possono minacciare l’etica e incentivare comportamenti fraudolenti tra cui i 
conflitti di interesse, uso dei beni aziendali, sistemi premianti basati sui risultati 
a breve. I valori etici non devo essere solo comunicati ma devono essere 
accompagnati da codici di condotta che indicano ciò che è giusto e ciò che non lo 
è. Di fondamentale importanza è la previsione di sanzioni in caso di violazione 
dei codici di condotta e la predisposizione di meccanismi che incoraggino i 
dipendenti ad effettuare delle segnalazioni su eventuali infrazioni sospettate. 
Ma la presenza dei codici di condotta non è in grado di assicurare da sola 
il rispetto dei valori etici, ciò che è necessario è l’atteggiamento e il buon 
esempio che è in grado di impartire, in primis, l’Alta Direzione. 
La competenza del personale e l’adeguatezza della struttura 
organizzativa sono importanti elementi dell’ambiente interno. Il management 
definisce il livello delle conoscenze e delle capacità necessarie per poter svolgere 
le diverse mansioni avendo cura di ricercare un certo equilibrio tra costo e 
58 
 
competenza. La struttura organizzativa definisce il quadro nel quale le attività 
sono definite, realizzate, controllate e monitorate.  
L’adeguatezza della struttura organizzativa è valutata sotto il profilo 
quantitativo e qualitativo. Sotto il primo profilo è necessario che la struttura 
organizzativa sia quantitativamente adeguata  ossia costituita da un insieme di 
persone e risorse tali da riuscire a governare la complessità della gestione e del 
business dell’azienda. Il profilo quantitativo deve essere integrato dal profilo 
qualitativo nel senso che non è sufficiente avere il numero delle persone ma è 
necessario che queste abbiano le competenze e skills sufficienti per gestire la 
complessità e svolgere le attività ad esse affidate. 
L’adeguatezza della struttura organizzativa dipende dalla dimensione e 
dalla natura delle attività aziendali. Un’organizzazione strutturata si adatta ad 
un’azienda di grandi dimensioni viceversa una struttura di questo tipo mal si 
adatta ad un’azienda di piccole dimensioni.  
Dunque, un’azienda dovrebbe organizzarsi in maniera tale da favorire 
l’efficacia dell’ERM e lo svolgimento delle attività necessarie al raggiungimento 
degli obiettivi desiderati. 
Lo stile manageriale e l’attribuzione dei poteri e delle 
responsabilità sono fattori che influenzano l’ambiente interno. Lo stile 
manageriale condiziona la qualità dell’azione e a seconda dello stile si possono 
configurare esposizioni al rischio differenti. Uno stile accentrato può 
comportare problemi di tempestività delle scelte e anche condurre a decisioni 
aziendali non accurate perché distanti da dove sorge il problema. Mentre uno 
stile decentrato può portare da un lato a scelte più tempestive, più vicine alle 
attività operative, ma dall’altro, potrebbe condurre a decisioni non coerenti con 
gli obiettivi strategici.  
Attraverso l’attribuzione dei poteri e delle responsabilità si definisce il 
grado con cui i soggetti che operano all’interno dell’azienda sono autorizzati a 
prendere decisioni e al contempo anche i limiti dei loro poteri. È fondamentale 
definire con chiarezza ed esplicitare i poteri e le responsabilità dei diversi 
soggetti attraverso vari strumenti tra cui procedure e deleghe, l’organigramma e 
i mansionari. 
Un altro importante aspetto è legato al fatto che tutto il personale debba 
comprendere gli obiettivi aziendali ed essere cosciente dei legami esistenti tra le 
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azioni del singolo e quelle degli altri e come queste azioni contribuiscano al 
conseguimento degli obiettivi. 
La gestione delle risorse umane riguarda diverse attività tra le quali 
l’assunzione, la formazione, la gestione delle carriere, le remunerazioni. Le 
politiche di gestione delle risorse umane servono anche a comunicare al 
personale il livello di integrità, etica e competenza che l’azienda si aspetta.  
È necessario che il personale sia preparato ad affrontare rischi e 
incertezze generate dalla rapida innovazione tecnologica e dalla crescente 
pressione competitiva. Affinché il personale sia in grado di adattarsi ai 
mutamenti ambientali è fondamentale attuare una formazione, non una 
tantum, ma continua.  
Inoltre, lo stesso personale può essere una fonte di rischio perché se poco 
motivato può comportare delle perdite operative causate dallo svolgimento non 
efficiente delle attività aziendali. 
 In sostanza, tutti questi fattori influenzano e condizionano l’ambiente 
interno, che forma l’identità essenziale di un’azienda e determina il modo in cui 
il rischio è affrontato da tutti i soggetti che in essa operano. Un ambiente 
interno inadeguato porterebbe portare a gravi danni non solo sotto il profilo 
economico ma anche danni all’immagine e dissesti. 
Non è sufficiente comunicare il giusto comportamento a parole, ma ciò 
che è necessario per istaurare un efficace sistema di gestione del rischio 
aziendale sono gli atteggiamenti e il chiaro impegno dell’Alta Direzione che deve 
essere percepito dall’intera organizzazione. 
 
3.2.2 LA DEFINIZIONE DEGLI OBIETTIVI 
 
 
L’identificazione degli eventi rischiosi presuppone che il management 
abbia attivato un adeguato processo di definizione degli obiettivi che siano 
coerenti con la missione aziendale e in linea con il livello di rischio accettabile, 
dal quale si determinano i livelli di tolleranza al rischio. 
Sostanzialmente, partendo dalla visione si definiscono le strategie e gli 
obiettivi strategici e a cascata si determinano i relativi obiettivi operativi, di 
conformità e di reporting.  
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Pertanto, distinguiamo quattro categorie di obiettivi, ossia: 
1. gli obiettivi strategici sono gli obiettivi di fondo che l’organizzazione 
intende perseguire per il raggiungimento della missione aziendale. Tali 
obiettivi sono espressi in termini generali e riflettono la scelta del 
management di come gestire l’azienda per creare valore per i suoi 
stakeholder; 
2. gli obiettivi operativi sono spesso identificati con le “3 E” ovvero 
efficienza, efficacia ed economicità delle attività operative aziendali. Il 
management deve assicurare che gli obiettivi operativi siano reali, 
chiaramente definiti e riflettano le esigenze del mercato in modo da 
consentire un’attendibile valutazione delle performance74; 
3. gli obiettivi di reporting riguardano l’attendibilità delle informazioni 
contenute nei report. Tali obiettivi si riferiscono sia a report elaborati per 
fini interni che per fini esterni e possono includere informazioni contabili 
e non contabili. I report offrono un valido supporto ai manager per 
l’assunzione delle decisioni e per il monitoraggio delle attività e della 
performance aziendale; 
4. gli obiettivi di conformità riguardano il rispetto di leggi, disposizioni e 
regolamenti applicabili all’azienda.  
Un obiettivo di una categoria può supportare o sovrapporsi all’obiettivo di 
un’altra e inoltre, alcune aziende individuano un’altra categoria di obiettivi 
denominata “salvaguardia delle risorse” che si sovrappone con le categorie su 
indicate e include tutto ciò che è finalizzato a prevenire perdite di risorse dovute 
a furti, inefficienze o comunque dissipazioni legate alla cattiva gestione. 
Un ERM efficace fornisce una ragionevole sicurezza sul raggiungimento 
degli obiettivi di reporting e di conformità perché ampiamente sotto il controllo 
aziendale, mentre nel caso del conseguimento degli obiettivi strategici e 
operativi, l’ERM può garantire una ragionevole sicurezza che il management e il 
Consiglio di Amministrazione siano tempestivamente informati della misura in 
cui questi si stanno conseguendo75. 
                                                 
74
 La definizione degli obiettivi operativi è fondamentale per l’allocazione delle risorse, pertanto, 
se mal definiti porterebbero l’azienda ad un uso improprio delle risorse. 
75
 Cfr. ASSOCIAZIONE ITALIANA INTERNAL AUDITORS, PRICEWATERHOUSECOOPERS, 
La gestione del rischio aziendale. ERM - Enterprise Risk Management: un modello di 
riferimento e alcune tecniche applicative, op. cit., pag. 44. 
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Tuttavia, ai fini dell’efficacia dell’ERM è necessario che tutti gli obiettivi 
siano misurabili e soprattutto formulati in modo chiaro e in maniera tale da 
essere allineati alla missione aziendale e coerenti con il livello di rischio 
accettabile fissato dall’azienda, dal quale si definisce anche il livello di tolleranza 
al rischio. La tolleranza al rischio o risk tollerance è il range di oscillazione o 
variazione accettabile quando si consegue un obiettivo. Spesso essa è misurata 
con le stesse unità di misura utilizzate per quantificare l’obiettivo. 
La risk tollerance dipende da vari  elementi ossia dal tipo di obiettivo, dal 
livello di propensione al rischio e da quanto è ambizioso l’obiettivo considerato 
perché più difficile sarà raggiungere l’obiettivo maggiore sarà il livello di 
variazione accettabile. Allo stesso modo,  più alto sarà il livello di propensione 
al rischio o risk appetite dell’azienda maggiore sarà il range di oscillazione 
accettabile. 
Se il management opera entro i limiti di tolleranza al rischio, non sarà 
necessario alcun intervento correttivo e assicura che l’azienda non oltrepassi il 
livello di rischio accettabile, il che vuol dire che riuscirà a conseguire i suoi 
obiettivi.  
 
3.2.3 L’IDENTIFICAZIONE DEGLI EVENTI 
 
 
Una volta chiariti gli obiettivi è possibile procedere all’identificazione 
degli eventi. Spetta al management identificare gli eventi potenziali che 
potrebbero incidere sull’attività aziendale e determinare se tali eventi 
rappresentano rischi oppure opportunità. 
Un evento è un fatto o un accadimento che può essere originato da fonti 
interne o esterne e che può incidere in modo positivo, negativo o entrambi 
sull’implementazione della strategia oppure sul conseguimento degli obiettivi.  
Diversi sono i fattori causali che originano gli eventi, pertanto il 
management si concentrerà sull’analisi dei: 
 fattori esterni, quali per esempio eventi che riguardano mutamenti nel 
contesto: 
o  politico: si fa riferimento a eventi riguardanti la nomina di un 
nuovo governo, nuovi programmi politici, nuove leggi che 
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impongono un aumento o una diminuzione delle imposte oppure 
vincoli all’accesso ai mercati internazionali o liberalizzazioni; 
o sociale: sono eventi che riguardano cambiamenti demografici, 
della struttura della famiglia, il terrorismo che possono 
comportare variazioni nella domanda di prodotti e servizi oppure 
nei canali di acquisto; 
o ambientale: eventi relativi ad incendi, terremoti che possono 
arrecare danni a persone o fabbricati; 
o economico: eventi relativi alle oscillazione dei prezzi, disponibilità 
dei capitali oppure la presenza di basse barriere all’entrata per i 
concorrenti che possono incidere sul costo del capitale o 
sull’accesso al mercato di nuove aziende; 
o tecnologico: eventi relativi alle nuove tecniche di commercio 
elettronico che possono comportare un aumento della domanda 
dei servizi tecnologici. 
 fattori interni, che ricomprendono eventi riguardanti: 
o le infrastrutture: eventi relativi ad investimenti in manutenzione 
ordinaria oppure all’istallazione di un call center per la clientela 
che possono dar luogo a un miglioramento dei tempi di utilizzo 
degli impianti o incidere sulla soddisfazione della clientela; 
o il personale: eventi riguardanti gli infortuni oppure i contratti di 
lavoro che possono portare a dimissioni del personale, scioperi o a 
danni di immagine; 
o i processi: eventi che possono derivare da errori nello svolgimento 
dei processi che possono causare inefficienze; 
o la tecnologia: eventi derivanti da violazioni della sicurezza e da 
interruzioni dell’operatività dei sistemi che possono causare il 
compimento di operazioni fraudolente e il blocco dell’attività 
aziendale. 
L’identificazione degli eventi è una fase molto delicata del processo di 
gestione dei rischi proprio perché un rischio può essere gestito solo dopo essere 
stato identificato. Pertanto, per poter favorire l’identificazione degli eventi sono 
state sviluppate tecniche e strumenti che consentono di individuare più 
agevolmente potenziali eventi e soprattutto eventi con impatto negativo ossia 
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rischi. Le aziende possono impiegare tecniche che considerano gli eventi passati, 
gli eventi futuri oppure entrambi. Dunque, diverse sono le tecniche che 
consentono al personale di identificare gli eventi, tra le quali: 
- catalogo degli eventi; 
- matrice risorse/rischi; 
- workshop; 
- analisi del flusso di processo; 
- indicatori degli eventi di rilievo e segnalatori di criticità (Key Risk 
Indicators); 
- rilevazione dei dati delle perdite; 
- check list; 
- questionari e indagini; 
- lista aperta. 
Il catalogo degli eventi è un elenco di eventi potenziali comuni a un 
settore economico o a un’area funzionale. Il catalogo degli eventi può essere 
elaborato internamente dal personale dell’azienda oppure ricavato da 
informazioni generale derivanti dall’esterno. Inoltre, esistono dei software che 
possono elaborare un elenco di eventi generici potenziali che le aziende 
utilizzano come punto di partenza per identificare gli eventi specifici alla loro 
attività. In questo elenco gli eventi, e in particolare i rischi, possono essere 
classificati in diversi modi ossia è possibile distinguere i rischi provenienti 
dall’ambiente esterno rispetto a quelli provenienti internamente all’azienda 
oppure sulla base degli obiettivi aziendali si identificano i rischi strategici, 
operativi, di reporting e di compliance. 
Il limite di questo strumento può essere legato al fatto che essendo 
generico potrebbe individuare categorie di rischio non attinenti e dunque poco 
utili perché non applicabili all’attività e al processo aziendale considerato. 
La matrice risorse/rischi è una tecnica che consente di identificare i 
rischi partendo dagli asset materiali e da questi si individuano alcune tipologie 
di rischi tipici a cui essi potrebbero essere esposti ossia furti, incendi, 
obsolescenza. 
 Il workshop è una tecnica che permette di identificare gli eventi 
avvalendosi delle conoscenze e delle esperienze maturate dal management, dal 
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personale e dagli stakeholder attraverso incontri organizzati. I partecipanti al 
workshop possono appartenere a varie funzioni e a diversi livelli e attraverso il 
loro intervento e esperienza identificano ed elaborano una lista di eventi e 
soprattutto di rischi.  
Le riunioni, finalizzate principalmente all’identificazione dei fattori di 
rischio, muovono principalmente dall’analisi degli obiettivi e dell’attività 
aziendale. Solitamente, il workshop è svolto sotto la direzione di un facilitatore 
che è un soggetto che chiarisce gli obiettivi e facilita o meglio stimola la 
partecipazione alla discussione. I workshop possono costituire importanti 
occasioni di sviluppo manageriale proprio perché le dinamiche organizzative 
innescate possono favorire76: 
- un innalzamento della sensibilità del management sulle tematiche di 
gestione dei rischi e consapevolezza della criticità dei controlli; 
- una migliore comunicazione fra le varie componenti e i diversi livelli di 
management, grazie a una migliore reciproca comprensione dei rischi 
che comportamenti e decisioni possono generare in capo alle altre. 
Il punto di forza di questa tecnica è stimolare la creatività di gruppo nel 
senso che l’intervento di un singolo soggetto può generare e stimolare la 
generazione di idee degli altri partecipanti e del gruppo. Dunque, la qualità dei 
risultati è legata alla capacità del workshop di innescare dinamiche costruttive e 
utili all’azienda.  
Il rischio di questa tecnica sta nel fatto che i partecipanti potrebbero 
accodarsi all’opinione di un singolo soggetto e ciò limiterebbe lo sviluppo di idee 
e inoltre, se mal gestito, il workshop costituisce solo un momento per inutili 
schermaglie e scambi dialettici. 
L’obiettivo del workshop non è evidenziare eventi ricorrenti ed evidenti 
ma sta nel cogliere eventi poco frequenti che magari non si sono mai verificati 
ma che potrebbero verificarsi in modo da riuscire ad intervenire in anticipo77. 
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 BERETTA S., Valutazione dei rischi e controllo interno, op. cit., pag. 143-144. 
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 Il workshop è una tecnica tipicamente associata alle iniziative di Control Risk Self Assessment 
(CRSA). È una tecnica che nasce per superare i limiti del Modello Command and Control, in 
quanto, di fronte alla crescente complessità e flessibilità dell’ambiente competitivo, ormai non 
più governabile attraverso modelli gerarchici fondati sul sapere centralizzato e sulla 
responsabilità limitata del management, si è cominciato a riconoscere l’esigenza di ampliare le 
capacità di risposta delle imprese attraverso la diffusione di conoscenza e responsabilizzazione a 
tutti i livelli, anche i più bassi. Il CRSA è una tecnica manageriale che consente l’identificazione e 
valutazione dei rischi e dei connessi sistemi di controllo attraverso l’attiva partecipazione del 
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L’analisi del flusso di processo è una tecnica che consiste nel 
rappresentare in forma grafica un processo (diagrammi di flusso) per poter 
meglio comprendere le interrelazioni dei suoi componenti ossia input, attività, 
output e responsabilità. Dopo aver mappato il processo è possibile identificare e 
analizzare gli eventi. Spesso, per giungere all’identificazione dei rischi di un 
processo si identificano prima i rischi delle attività e la sommatoria di questi 
permette di individuare i rischi del processo.  
La mappatura dei processi è fondamentale per identificare le 
interdipendenze tra gli eventi e soprattutto per capire in quale fase gestire il 
rischio. Difatti, molto spesso gli eventi non accadono come fatti isolati ma 
provocano un altro o altri eventi nello stesso momento. 
Gli indicatori degli eventi di rilievo e segnalatori di criticità o 
Key Risk Indicators sono misure quantitative o qualitative che forniscono 
informazioni approfondite su eventi potenziali e permettono alle aziende di 
monitorare la propria performance economica, finanziaria e competitiva, e 
innanzitutto, consentono di identificare l’esistenza di situazioni che potrebbero 
dar luogo a un evento dannoso.  
La validità di questi indicatori dipende dalla tempestività con cui sono 
portati a conoscenza del management e sostanzialmente sono degli indicatori di 
allarme che danno una misura del rischio nel momento in cui si verifica uno 
scostamento rispetto a un valore soglia prestabilito. 
La rilevazione dei dati delle perdite è una tecnica che consente alle 
aziende di tracciare e quantificare nel tempo le perdite associate ad eventi 
passati, al fine di prevedere possibili accadimenti futuri.  
Sebbene questi dati sono utilizzati normalmente per la valutazione dei 
rischi, possono comunque essere utilizzate validamente per identificare i rischi, 
a partire da perdite e fatti passati realmente accaduti è possibile sviluppare 
modelli previsionali e causali. 
                                                                                                                                               
management e il coinvolgimento di tutta l’organizzazione. Cfr. BERETTA S., Valutazione dei 
rischi e controllo interno, op. cit., capitolo 4. 
Le tecniche di autovalutazione hanno il pregio di far emergere dal basso i rischi e le opportunità 
attraverso un coinvolgimento attivo dei livelli a più diretto contatto con gli aspetti di carattere 
operativo e con il mercato. Cfr. D’ONZA G., Il sistema di controllo interno nella prospettiva del 
Risk Management, op. cit., pag. 214. 
Per ulteriori approfondimenti si veda anche ALLEGRINI M., D’ONZA G., Il CRSA in Italia: i 
casi HDP, IBM Italia, Pirelli, in “Internal Auditing”, n. 46, 2003. 
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La check list è una tecnica che consente, sulla base di ipotesi di rischio 
predeterminate, di spuntare quei rischi individuati in modo da identificare gli 
eventi dannosi presenti o meno nel sistema di controllo considerato.  
È uno strumento complesso da utilizzare perché è difficile codificare tutte 
le ipotesi di rischio e inoltre, potrebbe non stimolare la creatività in quanto 
spesso chi identifica il rischio non va oltre gli elementi indicati nella stessa lista 
di controllo. 
I questionari e le indagini sono delle tecniche che possono essere 
indirizzate ad una o più persone e consentono, attraverso le loro risposte, di 
identificare i rischi. I questionari possono trattare argomenti relativi a fattori 
interni o esterni che hanno generato o potrebbero generare dei rischi e inoltre, 
possono essere a domande chiuse o aperte a seconda degli obiettivi che si 
vogliono conseguire. 
La lista aperta è una tecnica che permette, sulla base di un obiettivo, di 
identificare i rischi ad esso associati. Questa tecnica rispetto al questionario non 
prevede delle domande mentre rispetto alla check list non utilizza una lista di 
controllo. Quindi, la lista aperta da un lato aiuta a stimolare la creatività ma 
dall’altro racchiude il rischio che certi eventi dannosi non vengano identificati. 
D’Onza propone una classificazione delle tecniche di identificazione dei 
rischi in quattro categorie78: 
1. le Tecniche di analisi dell’attività aziendale e dell’ambiente esterno sono 
utilizzate al fine di acquisire la conoscenza delle caratteristiche strutturali 
e di funzionamento dell’azienda e dell’ambiente esterno e se 
opportunamente utilizzate consentono di desumere gli eventi rischiosi. 
Diverse sono le tecniche che rientrano in questa categoria, tra le quali, le 
mappe dei processi e i questionari conoscitivi; 
2. i Modelli di rischio sono gli strumenti tipicamente utilizzati per 
identificare i potenziali rischi associabili ad certo contesto di riferimento 
dunque ad un certo settore di attività, processo o fattore produttivo. In 
questa categoria troviamo il catalogo degli eventi e la matrice 
risorse/rischi; 
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 D’ONZA G., Il sistema di controllo interno nella prospettiva del Risk Management, op. cit., 
pag. 161. 
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3. gli Strumenti di segnalazione sono utilizzati per rilevare eventi dannosi 
che si sono verificati o per monitorare l’andamento dei fattori critici che 
caratterizzano l’attività aziendale. Rientrano in questa categoria i Key 
Risk Indicators e la rilevazione dei dati delle perdite; 
4. le Tecniche di analisi delle cause che consentono di individuare il 
complesso causale di origine degli eventi rischiosi ed i fattori che 
incidono sulla probabilità di accadimento degli eventi. Rientrano in 
questa categoria: 
- il diagramma causa-effetto parte dall’analisi di un fenomeno 
rischioso per individuare le cause di primo livello e queste 
vengono analizzate e disaggregate per individuare le cause di 
secondo livello che le hanno generate; 
- la fault tree analysis che consente a partire dall’analisi delle 
attività elementari di individuare i relativi guasti e rischi, e 
successivamente approfondire i rapporti causa-effetto fra le 
operazioni gestionali per giungere all’identificazione dei rapporti 
di concatenazione fra le manifestazioni rischiose79. 
Per non perdere e selezionare le informazioni significative circa i rischi 
individuati è utile utilizzare delle schede descrittive che dovrebbero contenere 
indicazioni sui rischi considerati, ossia la denominazione, una breve descrizione 
qualitativa, la natura del rischio, la tolleranza degli stakeholder del rischio 
oggetto di analisi, una stima iniziale dell’impatto e della probabilità, 
l’individuazione delle modalità di fronteggiamento del rischio, le possibili azioni 
di miglioramento e l’indicazione dei soggetti che si dovrebbero occupare della 
gestione del rischio individuato80. 
Dopo aver illustrato le tecniche che consentono di identificare gli eventi e 
in particolare i rischi, nel paragrafo successivo, si analizzerà la quarta 
componente dell’ERM ossia la valutazione del rischio. 
 
 
                                                 
79
 Per approfondimenti si veda SELLERI L., L’impresa e il rischio. Introduzione all’Enterprise 
Risk Management, E - book, op. cit., pag. 200-201. 
80
 CULASSO F., Gestione del rischio e controllo strategico. Un’ottica sistemica aziendale, op. 
cit., pag. 169. 
68 
 
3.2.4 LA VALUTAZIONE DEL RISCHIO 
 
 
La valutazione del rischio è un’attività finalizzata a misurare la gravità dei 
fenomeni rischiosi, dunque, consente di apprezzare l’esposizione dell’azienda al 
rischio che minaccia il conseguimento degli obiettivi. Tale attività consente:  
- una valutazione globale del rischio che grava sulle attività aziendali; 
- di valutare una moltitudine di eventi eterogenei fornendo una misura 
omogenea del rischio; 
- la definizione delle priorità di intervento sui rischi. 
Il management valuta gli eventi e più specificatamente i rischi mediante 
la combinazione della probabilità di manifestazione dell’evento futuro e 
dell’impatto ossia l’effetto prodotto dal relativo evento. 
Se teoricamente la valutazione dell’esposizione al rischio è alquanto 
semplice, nella pratica può presentare elevati livelli di difficoltà e richiedere la 
formulazione di ipotesi semplificatrici in quanto molto spesso non si hanno 
informazioni sufficienti per procedere ad una valutazione quantitativa di 
probabilità e impatto, pertanto in tal caso si ricorre a giudizi qualitativi basati su 
stime e congetture. 
La stima della probabilità deve basarsi sull’analisi delle cause del rischio 
e dei fattori che accrescono o limitano la probabilità di manifestazione 
dell’evento sfavorevole. Anche la determinazione dell’impatto è un’attività che 
presenta un elevato grado di complessità e diversi sono gli aspetti da 
considerare nel momento in cui si procede alla valutazione, difatti la dottrina81 
individua tre importanti aspetti da prendere in considerazione nella 
determinazione dell’impatto, ossia: 
1. La scelta dell’elemento rispetto al quale stimare lo scostamento atteso - 
la pratica tende ad accettare come riferimento gli obiettivi posti alla base 
dell’attività di gestione dei rischi. Per alcune categorie di obiettivi 
l’impatto non può essere espresso in termini quantitativi e anche quando 
è esprimibile in termini monetari comunque risulta difficile comprendere 
quanta parte di esso sia causato da un fattore di rischio, pertanto in tal 
caso si ricorre alla formulazione di ipotesi semplificatrici. 
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 D’ONZA G., Il sistema di controllo interno nella prospettiva del Risk Management, op. cit., 
pagg. 136-139. 
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2. Il concetto di perdita da prendere in considerazione - l’impatto potrebbe 
assumere una diversa entità a seconda del concetto di perdita 
considerato, per questo motivo è necessario precisare se si fa riferimento 
alla: 
a. perdita massima probabile: esprime la perdita che probabilmente 
accadrà salvo che si verificano situazioni eccezionali; 
b. perdita massima potenziale: è la perdita che si verificherebbe 
considerando lo scenario peggiore; 
c. perdita massima complessiva: è la perdita che considera anche le 
conseguenze indirette del evento sfavorevole, e pertanto, 
considera un orizzonte temporale di medio e lungo periodo. 
3. L’analisi dei fattori che possono aumentare o ridurre le conseguenze 
negative del manifestarsi di un evento dannoso - rientrano in questo 
terzo aspetto diversi fattori, quali: 
a. la capacità di reazione dell’azienda di arginare l’evento rischioso; 
b. il momento in cui si manifesta il danno perché l’impatto può 
aumentare o ridurre a seconda del periodo che l’azienda sta 
affrontando; 
c. la durata delle manifestazioni rischiose in quanto più il rischio si 
protrae nel tempo più la capacità di resistenza dell’azienda è 
messa a dura prova; 
d. l’estensione dei rischi, poiché maggiore è il numero dei rischi che 
coinvolge le diverse aree aziendali maggiore sarà la perdita che 
l’azienda potrà subire. 
L’attenzione sulla gestione dei rischi aziendali dovrebbe essere 
focalizzata, in primis, sui rischi che presentano una maggiore probabilità di 
accadimento ed un impatto più elevato. 
Diversi sono pertanto i fattori da considerare nel momento in cui si 
procede alla valutazione del rischio, innanzitutto i rischi vanno valutati in 
termini di rischio inerente e rischio residuo. Il rischio inerente è il rischio che 
un’azienda assume quando il management non attiva alcun intervento per 
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modificare probabilità e impatto, mentre, il rischio residuo è il rischio che 
rimane dopo che il management ha attivato una risposta al rischio82. 
La stima della probabilità e dell’impatto, sia su base inerente che residua, 
comporta l’utilizzo di strumenti di misurazione. Esistono diverse scale di 
valutazione che possono essere adottate, quali la: 
- scala nominale: è il modello più semplice da utilizzare perché non esiste 
nessun tipo di graduatoria fra gli eventi raggruppati in categorie. 
Dunque, tutte le categorie sono di uguale peso e i numeri assegnati 
servono solo ad identificare le categorie e i singoli eventi non possono 
essere ordinati per importanza. Si tratta di scale di misurazione 
qualitative poco adottate perché sono difficili da confrontare; 
- scala ordinale: permette di elencare gli eventi in ordine di importanza, 
utilizzando termini quali “alto, medio, basso” oppure “1,2,3” o anche 
entrambi. È la scala qualitativa normalmente utilizzata perché mi 
permette di stabilire livelli differenti di probabilità e impatto; 
- scala a intervalli: è un modello che impiega una scala di numeri posti a 
uguale distanza fra loro, per esempio “3, 6,9”. Questo non vuol dire che 
l’impatto potenziale di un evento misurato con 6 sia due volte più 
rilevante di quello misurato con 3. Questo modello è considerato a 
differenza dei precedenti come una tecnica quantitativa; 
- scala proporzionale: se ad un evento è assegnato l’impatto di 3 e ad un 
altro l’impatto di 6 allora il danno del secondo evento è il doppio del 
primo. Anche quest’ultimo modello è considerato come una tecnica 
quantitativa. 
Esistono, come abbiamo già accennato, diverse metodologie per la 
valutazione dei rischi ossia distinguiamo tecniche:  
- qualitative;  
- quantitative; 
- miste.  
Nelle tecniche qualitative la valutazione della probabilità e 
dell’impatto si basano esclusivamente su giudizi soggettivi ossia sull’esperienza, 
                                                 
82
 Cfr. ASSOCIAZIONE ITALIANA INTERNAL AUDITORS, PRICEWATERHOUSECOOPERS, 
La gestione del rischio aziendale. ERM - Enterprise Risk Management: un modello di 
riferimento e alcune tecniche applicative, op. cit., pag. 56. 
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sulla conoscenza e sull’analisi sviluppata dal soggetto. Queste tecniche proprio 
perché fondate su giudizi soggettivi possono portare a risultati influenzati da 
fattori distorsivi legati all’attività cognitiva del soggetto che interviene nel 
processo valutativo83. Rientrano in queste tecniche l’assessment soggettivo e 
personale, l’individual qualitative self assessment e la prioritizzazione 
qualitativa dei rischi, tali strumenti riprendono la logica dell’identificazione dei 
rischi e a questa associano la valutazione degli impatti sulla performance 
aziendale84.  
Fra le tecniche qualitative uno degli strumenti più diffusi ed efficace è 
sicuramente la matrice di significatività o matrice probabilità/impatto, che 
impiega scale descrittive per stimare probabilità e impatto degli eventi rischiosi. 
La figura 6 mostra una rappresentazione della matrice di significatività, 
che come si può osservare riporta sui due assi la probabilità di manifestazione 
dell’evento rischio e il relativo impatto. 
Le due variabili sono adeguatamente graduate, pertanto, partendo dai 
livelli più bassi per arrivare a quelli più alti, per la probabilità la scala è “raro, 
basso, medio, probabile, molto probabile” mentre per l’impatto la scala è 
“trascurabile, basso, medio, alto, catastrofico”. 
Figura 6  LA MATRICE PROBABILTÀ/IMPATTO 
Im
p
at
to
 
CATASTROFICO Medio Alto Grave Grave Estremo 
ALTO Medio Medio Alto Grave Grave 
MEDIO Basso Medio Alto Alto Grave 
BASSO Basso Basso Medio Medio Alto 
TRASCURABILE Basso Basso Basso Medio Medio 
  RARO BASSO MEDIO PROBABILE 
MOLTO 
PROBABILE 
Probabilità 
Esposizione al 
rischio bassa 
Esposizione al 
rischio media 
Esposizione al 
rischio alta 
Esposizione al 
rischio alta 
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 Cfr. D’ONZA G., Il sistema di controllo interno nella prospettiva del Risk Management, op. 
cit., pag. 166. 
84
 Cfr. BERETTA S., Valutazione dei rischi e controllo interno, op. cit., pagg. 93-94. 
72 
 
 
La traduzione del risultato della matrice è resa possibile dalla semi-
quantitative risk analysis che consiste nell’assegnare un peso a ognuno dei 
livelli di probabilità e impatto. Difatti il punto chiave e critico di questo 
strumento sta nella scelta dei pesi da attribuire ad ogni attributo che descrive 
probabilità e impatto.  
Per esempio verrà attribuita all’impatto e alla probabilità una scala che va 
da 1 a 5, dove nel caso dell’impatto 1 corrisponde a trascurabile e 5 corrisponde 
a catastrofico mentre nel caso della probabilità 1 corrisponde a raro e 5 
corrisponde a molto probabile85. 
È fondamentale andare a definire anche i range di oscillazione di 
probabilità e impatto, e ovviamente maggiore sarà la propensione al rischio e 
più grande sarà l’area di tolleranza del rischio stesso. 
 Dunque una volta definiti i pesi e i valori soglia delle classi di 
esposizione, la combinazione fra le due variabili definisce il livello di esposizione 
al rischio considerato. 
In sintesi tale matrice di significatività permette di raggiungere diverse 
finalità ossia: 
- fornisce una rappresentazione immediata del portafoglio rischi e 
sommando il punteggio relativo all’esposizione di ogni singolo fattore si 
giunge ad una rappresentazione sintetica del profilo di rischiosità globale 
dell’azienda; 
- Permette di focalizzare l’attenzione del management sui rischi più 
importanti in modo da definire le priorità di intervento per la gestione, 
ovviamente, si interverrà prima nella gestione dei rischi che sono 
presenti nell’area rossa ovvero rischi che hanno una più elevata 
probabilità di manifestazione e un maggiore impatto sulla combinazione 
produttiva, e successivamente si andranno a fronteggiare i rischi 
collocati nelle aree meno critiche; 
- riduce il pericolo che rischi significativi non vengono posti in evidenza; 
                                                 
85
 Si vuole sottolineare che è possibile attribuire pesi diversi a probabilità e impatto difatti è 
possibile assegnare anche maggior peso a quest’ultimo. Ciò è dovuto al fatto che le aziende 
pongono attenzione anche a quegli eventi rischiosi che pur avendo una bassa probabilità di 
accadimento possono causare un impatto notevole sull’economicità della gestione. 
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- consente di analizzare e supportare lo sviluppo delle possibili strategie di 
risposta al rischio (evitare, ridurre, condividere o accettare il rischio). 
Le mappe dei rischi consentono pertanto di rappresentare in maniera 
chiara e concisa i principali rischi e sono fondamentali quando si utilizzano 
metodi qualitativi perché i rischi non possono essere sintetizzati attraverso 
valori statistici e matematici come accade nelle tecniche quantitative. 
Anche le tecniche quantitative possono essere utilizzate per la 
valutazione dei rischi, queste comprendono un’ampia gamma di strumenti 
sviluppati in vari ambiti delle scienze matematico-statistiche. L’utilizzo di 
metodi quantitativi richiede dati accurati pertanto una delle sfide per l’impiego 
di queste tecniche è proprio ricorrere a fonti affidabili di dati sia interne che 
esterne. All’interno di questa categoria si distinguono: 
a. le tecniche probabilistiche;  
b. le tecniche non probabilistiche. 
Le tecniche probabilistiche misurano la probabilità e l’impatto 
ipotizzando una certa distribuzione degli eventi. Rientrano in questa categoria: 
- il Value at risk o VaR che misura la massima perdita potenziale che uno 
strumento finanziario o un portafoglio di strumenti possono subire in un 
dato intervallo temporale dato un certo livello di confidenza. Dunque è 
uno strumento che prende in considerazione la parte negativa delle 
conseguenze ovvero la perdita massima che potrebbe essere subita86. 
Questa tecnica è principalmente usata da istituzioni di intermediazione 
finanziaria per valutare il rischio associabile agli strumenti finanziari;  
- il Cash flow at risk è simile al Var con l’eccezione che la stima riguarda le 
variazioni del cash flow di un’organizzazione o di una sua unità 
organizzativa entro un dato livello di confidenza e per un dato intervallo 
temporale; 
                                                 
86
 Pertanto, se si considera un intervallo di confidenza del 95% vuol dire che esiste una 
probabilità del 5% che la perdita effettiva sia superiore al VaR.  
Questo modello nella sua versione base noto anche come approccio varianza/covarianza utilizza 
i dati sulla variazione del valore di un portafoglio per la stima del rischio ipotizzando una 
distribuzione normale stazionaria della variabilità. Cfr. D’ONZA G., Il sistema di controllo 
interno nella prospettiva del Risk Management, op. cit., pag. 165. Per un approfondimento sul 
VaR si rinvia a SIRONI A., MARSELLA M., La misurazione e la gestione dei rischi di mercato, 
Il Mulino, 1997. 
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- l’Earnings at risk è simile al cash flow at risk e consiste nella stima della 
variabilità degli utili che figurano in bilancio di un’organizzazione o di 
un’unita operativa; 
- la Loss distribution utilizza generalmente una distribuzione normale 
delle perdite, al fine di calcolare le perdite massime possibili risultanti da 
rischi gestionali, dato un certo livello di confidenza. Può essere utilizzato 
per la stima dei rischi di credito (o operativi) in cui si suddividono i dati 
delle perdite in relazione agli eventi di origine; 
- il Back-testing consiste in un confronto periodico delle misurazioni di 
rischio di un’azienda con i dati economici consuntivi. 
Le tecniche non probabilistiche misurano l’impatto di un evento 
potenziale ma senza determinare la probabilità di accadimento dello stesso. Tali 
tecniche potrebbero ad esempio essere impiegate per valutare l’impatto su una 
variabile obiettivo al manifestarsi di un certo fattore di rischio. Rientrano in 
questa categoria: 
- la Sensitivity analysis o analisi di sensitività che è utilizzata per valutare 
l’impatto di variazioni normali o di routine di eventi potenziali. Rientra 
tra i modelli di simulazione per andare a misurare che cosa succede su 
una variabile di output a variazioni delle singole variabili di input. 
- lo Scenario analysis o analisi di scenario che consiste nella creazione di 
più scenari futuri a partire da variazioni dell’ambiente esterno e la 
creazione di più alternative strategiche che causano una variazione della 
variabile obiettivo. Generalmente vengono considerati tre scenari ossia lo 
scenario maggiormente probabile, pessimistico e ottimistico. 
Sostanzialmente, una volta costruiti i differenti scenari, facendo variare 
più variabili di input contemporaneamente, si vede qual è l’impatto sulla 
variabile obiettivo dello scenario.  
- lo Stress testing che ha lo scopo di andare a misurare l’impatto degli 
eventi che danno luogo a effetti gravi. Pertanto questo modello valuta la 
capacità di resistenza dell’azienda a delle situazioni critiche o di stress 
che tendono a protrarsi per un certo periodo di tempo. Sostanzialmente, 
permette di misurare ipotesi estreme di rischio. Spesso lo stress testing è 
utilizzato come un complemento alle valutazioni probabilistiche per 
analizzare eventi con bassa probabilità di accadimento e impatto 
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rilevante che non possono essere rappresentati adeguatamente in 
un’ipotesi di distribuzione utilizzata dalle tecniche probabilistiche. 
Oltre alle tecniche probabilistiche e non probabilistiche alcune aziende 
impiegano tecniche quantitative di benchmarking che forniscono al 
management informazioni approfondite sulla probabilità e l’impatto dei rischi 
basate sull’esperienza di altre organizzazioni. Tale tecnica è anche utilizzata per 
l’esame di un processo operativo al fine di identificare opportunità di 
miglioramento dello stesso. 
Inoltre, le aziende possono impiegare congiuntamente le tecniche 
qualitative e quantitative, si fa riferimento pertanto alle tecniche miste che 
sono utilizzate per valutare la probabilità e l’impatto di un evento avvalendosi di 
giudizi oggettivi e soggettivi dunque possono impiegare sia dati storici che la 
conoscenza e l’esperienza dei soggetti.  
Le tecniche di valutazione quantitative se applicabili potrebbero conferire 
una maggior oggettività alla valutazione tuttavia le tecniche più diffuse sono 
quelle qualitative in virtù della loro più agevole applicazione all’interno del 
contesto aziendale. La scelta della tecnica da adottare avviene nel rispetto del 
criterio di economicità e sulla base dell’analisi costi/benefici relativi all’adozione 
della tecnica. Man mano che si procede all’adozione di tecniche sofisticate per la 
valutazione dei rischi l’obiettivo diviene quello di produrre un assessment che 
vada oltre la semplice rappresentazione qualitativa e che permetta di stimare la 
grandezza del potenziale impatto sulle variabili economico - finanziarie87.  
Per i rischi meno rilavanti è opportuno adottare tecniche più agevoli e 
semplificate soprattutto nel momento in cui i costi di adozione dello strumento 
sono superiori all’impatto potenziale che il singolo fattore di rischio potrebbe 
avere sui risultati aziendali. Inoltre più la tecnica risulta agevole maggiore è la 
sua diffusione all’interno dell’azienda. 
 Il processo di valutazione dei rischi è un momento fondamentale perché 
consente al management di determinare i principali fattori di rischio e il profilo 
di rischiosità a livello aziendale, e consente inoltre di seguire l’evoluzione dei 
rischi in modo da riuscire ad intervenire in anticipo e dunque impostare 
adeguatamente e consapevolmente le strategie di risposta al rischio. 
                                                 
87 BERETTA S., Valutazione dei rischi e controllo interno, op. cit., pag. 94. 
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3.2.5 LA RISPOSTA AL RISCHIO 
 
 
Il management dopo aver valutato i rischi analizza le strategie più 
adeguate per rispondere agli stessi. In questo momento diviene fondamentale 
prendere “coscienza del rischio”88 che può pregiudicare il raggiungimento degli 
obiettivi aziendali e minare la creazione di valore.  
La scarsa coscienza riduce la visuale del rischio e rende più gravi le 
conseguenze per l’azienda se l’evento dannoso si manifesta mentre al contrario, 
la piena coscienza crea uno stato di maggiore consapevolezza e ciò permette di 
ridurre l’esposizione dell’azienda al rischio89. 
Un altro elemento che bisogna prendere in considerazione nel momento 
in cui si definiscono le azioni di risposta al rischio è la soglia di accettabilità dei 
rischi ossia il limite entro il quale il rischio può essere tollerato. Un 
innalzamento di questa soglia determina un ampliamento dell’area di tolleranza 
il che si traduce in un aumento dei rischi a fronte dei quali non saranno 
intraprese azioni di trattamento90.  
Il management per scegliere la risposta al rischio più idonea valuta 
l’effetto della stessa sulla probabilità e sull’impatto ed anche i relativi costi e 
benefici. Dopodiché seleziona la risposta che permette di ridurre il rischio entro 
l’area di tolleranza desiderata. Le azioni di risposta al rischio si distinguono in 
strategie volte a: 
 evitare il rischio; 
 ridurre il rischio; 
 condividere il rischio; 
 accettare il rischio. 
La strategia volta ad evitare i rischi è la strategia preferibile che agisce 
sull’eliminazione delle cause che originano i rischi. Nel momento in cui si cerca 
                                                 
88
 Si veda al riguardo Giannessi il quale scrive che “il fronteggiamento del rischio è in gran parte 
legato all’esistenza, nelle persone che amministrano l’azienda o nello stesso soggetto economico 
quando esercita tale funzione, di una coscienza del rischio”. GIANNESSI E., Le aziende di 
produzione originaria, Vol. I, Le aziende agricole, op. cit., pag. 276. 
89
 Cfr. BERTINI U., Introduzione allo studio dei rischi nell’economia aziendale, op. cit., pag 154. 
90
 Cfr. D’ONZA G., Il sistema di controllo interno nella prospettiva del Risk Management, op. 
cit., pag. 142. 
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di evitare i rischi diviene necessario effettuare un’analisi dei costi necessari per 
attuare tale strategia e i benefici derivanti dalla stessa. Per evitare i rischi si può: 
- rinunciare ad entrare in un nuovo mercato; 
- rinunciare ad intraprendere una nuova iniziativa che potrebbe dar luogo 
a rischi; 
- eliminare una linea di produzione. 
Tutte queste azioni non sono sempre possibili perché in molti casi la 
causa risiede in funzioni aziendali insopprimibili. 
La strategia volta a ridurre i rischi comprende una serie di azioni di 
risposta che consentono di ridurre la probabilità di manifestazione dell’evento 
rischioso e il relativo impatto, oppure entrambi. Per poter ridurre il rischio è 
possibile: 
- diversificare l’offerta di prodotto; 
- effettuare un accantonamento a un fondo rischi in modo da limitare 
l’impatto di un potenziale fattore di rischio; 
- attuare azioni di mitigazione che possono comprendere alcune attività di 
controllo quali ad esempio le password che permettono di ridurre 
intrusioni non autorizzate. 
Un’altra alternativa di risposta è condividere il rischio che consente di 
limitare la probabilità e l’impatto del rischio trasferendo o compartecipando una 
parte dello stesso. Tra le tecniche comunemente adottate troviamo: 
- gli accordi contrattuali; 
- strategie di esternalizzazione di processi operativi; 
- i contratti di assicurazione;  
- gli strumenti derivati91 che sono normalmente utilizzati per la copertura 
dei rischi di natura finanziaria. Fra questi gli strumenti più utilizzati 
sono92: 
o gli swap sono contratti di scambio attraverso cui due parti si 
accordano per scambiare fra loro dei flussi di pagamento a date 
                                                 
91
 I derivati sono normalmente contratti ad esecuzione differita il cui valore dipende o deriva 
dall’andamento del valore di una attività o dal verificarsi di un evento oggettivamente 
osservabile detto sottostante. I derivati possono essere utilizzati sia per la copertura del rischio 
che per fini speculativi dunque per realizzare guadagni in conto capitale per l’azienda. 
92 Per un approfondimento sugli strumenti finanziari di copertura si rinvia a “Glossario 
Finanziario di Borsa Italiana” consultabile su http://www.borsaitaliana.it. 
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certe e prefissate. L’ammontare dei flussi di cassa pagati da una 
parte all’altra è determinato in funzione di un sottostante ad 
esempio un tasso di interesse o un tasso di cambio fra valute. 
Esistono diverse tipologie di swap, quelli maggiormente utilizzati 
sono: 
 l’interest rate swap (IRS) o swap sui tassi di interesse è un 
contratto mediante il quale due parti si impegnano a 
scambiarsi a date stabilite e per un certo periodo di tempo 
prefissato i flussi di cassa che derivano da interessi e 
quest’ultimi sono calcolati su un capitale nozionale di 
riferimento. Il più diffuso e tradizionale contratto è lo swap 
fisso contro variabile. Tale contratto prevede che una delle 
due parti corrisponda all’altra un flusso di interessi calcolati 
sul nozionale con un tasso fisso in cambio del ricevimento 
degli interessi calcolati con un tasso variabile93; 
 il currency swap o swap su valute è un contratto con cui le 
parti si obbligano a scambiarsi fra loro, alla data iniziale del 
contratto, due somme di denaro denominate in valute 
diverse con l’impegno a effettuare una nuova e opposta 
operazione di scambio alla scadenza del contratto alle 
stesse condizioni iniziali e in particolare allo stesso tasso di 
cambio iniziale; 
o i futures è un accordo con il quale le parti si impegnano ad 
acquistare o vendere una certa attività (finanziaria o reale), in 
corrispondenza di una data futura, pagando o incassando una 
somma di denaro prestabilita; 
o il forward rate agreement (FRA) è un accordo attraverso cui due 
parti si impegnano a trasferire fra loro un flusso di liquidità pari al 
differenziale fra tassi di interessi calcolati su un capitale teorico. 
Normalmente, tale flusso è pari alla differenza fra l’interesse 
prodotto da un tasso variabile (che è sconosciuto alla data di 
                                                 
93
 Solitamente la controparte che in un IRS paga un tasso fisso è normalmente quel soggetto che 
sul mercato un ha indebitamento a tasso variabile e prevede un aumento dei tassi d’interesse e 
pertanto stipula un interest rate swap per guadagnare sullo swap e compensare così l’aumento 
del costo dell’indebitamento e in questo modo fronteggiare il rischio di tasso di interesse. 
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stipula del contratto ed è determinato ad una data prestabilita) e 
l’interesse prodotto da un tasso fisso (predeterminato). La 
differenza sostanziale tra l’interest rate swap e un FRA è che nel 
primo caso la data d’inizio per il conteggio degli interessi coincide 
con la data di stipula del contratto mentre nel FRA essa è 
posticipata nel tempo; 
o le opzioni sono contratti derivati che conferiscono il diritto, e non 
l’obbligo, di acquistare o vendere un'attività sottostante (per 
esempio un titolo azionario, una valuta estera, un contratto future, 
una merce) ad un prezzo prefissato e ad una certa data oppure 
entro un periodo di tempo definito. 
La strategia volta ad accettare i rischi consiste nella rinuncia ad 
intraprendere azioni di mitigazione dei rischi. L’accettazione del rischio e la 
rinuncia al trattamento è frutto di una scelta consapevole e razionale maturata a 
seguito della presa di coscienza del rischio94. Le aziende accettano quei rischi 
che hanno una bassa probabilità di manifestazione ma soprattutto un impatto 
contenuto questo perché il costo di un’eventuale risposta sarebbe maggiore del 
beneficio ossia della riduzione della perdita attesa. 
Sintetizzando, il management nel definire la strategia di risposta al 
rischio deve valutare95: 
- l’effetto della risposta sulla probabilità e sull’impatto, e verificare quale 
risposta permette di ridurre il rischio entro l’area di tolleranza 
desiderata; 
- i costi verso i benefici delle risposte potenziali; 
- le possibili opportunità che possono emergere nel momento in cui si 
considerano le azioni di risposta in quanto il management può 
identificare risposte innovative completamente nuove all’azienda o nel 
settore in cui questa opera. 
Inoltre è importante sottolineare che l’ERM richiede che il rischio sia 
valutato in una prospettiva che considera l’azienda nel suo complesso pertanto 
                                                 
94
 Cfr. D’ONZA G., Il sistema di controllo interno nella prospettiva del Risk Management, op. 
cit., pag. 143. 
95
 Cfr. ASSOCIAZIONE ITALIANA INTERNAL AUDITORS, PRICEWATERHOUSECOOPERS, 
La gestione del rischio aziendale. ERM - Enterprise Risk Management: un modello di 
riferimento e alcune tecniche applicative, op. cit., pag. 64. 
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anche se i singoli rischi si posizionano entro i limiti della tolleranza al rischio, 
aggregandosi potrebbero eccedere il rischio accettabile e dunque necessitare di 
un’ulteriore o di una differente strategia di risposta o viceversa i singoli rischi 
potrebbero compensarsi a livello aziendale. 
 Per garantire l’esecuzione delle risposte al rischio si attuano in tutta 
l’organizzazione le attività di controllo che analizzeremo nel paragrafo 
successivo. 
 
3.2.6 LE ATTIVITÀ DI CONTROLLO 
 
 
Le attività di controllo oltre a costituire di per sé una risposta al rischio in 
quanto consentono di ridurre il rischio entro livelli valutati tollerabili si 
definiscono come l’insieme delle politiche e delle procedure che garantiscono al 
management che le risposte al rischio siano eseguite correttamente e nei tempi 
previsti. Le attività di controllo possono essere distinte in base alla natura degli 
obiettivi (strategici, operativi, di reporting e di conformità) a cui si riferiscono 
oppure classificate in funzione di obiettivi specifici come quello di garantire 
l’accuratezza dell’elaborazione dei dati.  
Le attività di controllo devono essere coerenti e rientrare in una politica 
chiara e ben definita che permette di contenere il rischio entro livelli valutati 
tollerabili. 
È possibile distinguere le attività di controllo in diverse categorie, in 
particolare, si distinguono controlli: 
 preventivi e successivi - I controlli preventivi sono la tipologia di 
controllo preferibile in quanto si attivano prima che l’evento si verifichi e 
sono finalizzati a ridurre la probabilità. Al contrario, i controlli successivi 
si attivano dopo che l’evento si è verificato ed hanno la finalità di limitare 
l’impatto per contenere le conseguenze negative; 
 manuali e informatici - I controlli manuali sono quelli gestiti e affidati ad 
una persona fisica, per esempio rientrano in questa categoria i controlli 
fisici ossia gli inventari effettuati tramite conta fisica e confrontati con le 
risultanze contabili. I controlli informatici sono svolti in maniera 
automatica da un sistema aziendale. Il vantaggio di quest’ultimi è legato 
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al fatto che le azioni di controllo vengono effettuate più tempestivamente, 
con un minor margine di errore e a costi più contenuti; 
 di linea e direzionali - I controlli di linea sono controlli svolti sulla stessa 
linea gerarchica, sostanzialmente si tratta di controlli svolti dallo stesso 
operatore che svolge l’operazione controllata, si pensi ad esempio al  
controllo dei  materiali in ingresso effettuato dallo stesso soggetto che poi 
si occuperà di caricare le merci nel sistema contabile di magazzino 
dell’azienda. Mentre il controllo è direzionale quando chi effettua il 
controllo si colloca su un livello gerarchico superiore rispetto a colui che 
svolge l’operazione, si pensi ad esempio alle autorizzazioni; 
 diretti e compensativi - Il controllo è diretto quando esiste una 
separazione dei compiti fra i soggetti che intervengono in un processo ciò 
permette di ridurre il rischio di errori e irregolarità, per esempio il 
soggetto che controlla e effettua l’accettazione della merce è diverso da 
quello che l’ha ordinata. Mentre quello compensativo, è un controllo che 
compensa la carenza del controllo diretto e viene attuato per cercare di 
ridurre i rischi anche se non c’è un adeguata separazione delle funzioni, 
per esempio l’ordine è effettuato dalla stessa persona che verifica i 
materiali in ingresso.  
Vi sono altri elementi da considerare per valutare l’efficacia delle attività 
di controllo, vale a dire, è importante definire: 
- l’owner del controllo o letteralmente il proprietario del controllo è il 
soggetto a cui compete effettuare i controlli. È fondamentale indicare in 
maniera chiara a chi è affidato il controllo; 
- la periodicità in quanto minori sono i tempi che intercorrono tra due 
attività di controllo maggiore è la sua efficacia. La periodicità dipende dal 
livello di esposizione al rischio perché maggiore è l’esposizione al rischio 
e più frequente deve essere il controllo; 
- lo strumento con il quale è effettuato il controllo: questo è importante 
perché incide sia sull’efficacia (minor tempo) che sull’efficienza (meno 
errori) dell’attività di controllo. Per esempio, si pensi ad uno strumento 
che suggerisce automaticamente la registrazione da effettuare in 
contabilità in relazione alla causale della fattura. È importante anche 
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considerare che lo strumento del controllo muta a seconda del tempo e 
delle tecnologie; 
- l’evidenza del controllo: il controllo per poter essere giudicato efficace 
deve necessariamente lasciare una “traccia”, questa mi permette non solo 
di formalizzare il controllo ma anche di verificare come questo sia stato 
svolto. 
Meritano una particolare menzione i controlli effettuati sui sistemi 
informativi, dato l’ampio affidamento che si fa sugli stessi per realizzare 
obiettivi di reporting e di conformità. Al riguardo è possibile distinguere due 
categorie di controlli, ossia i: 
1. controlli generali sono costituiti dai controlli legati alla gestione e il 
funzionamento dell’Information technology (IT) dunque comprende la 
gestione delle infrastruttura IT, la sicurezza di accesso, l’acquisizione dei 
software, lo sviluppo e la manutenzione. Si pensi per esempio a controlli 
all’accesso effettuati tramite password che consentono di limitare 
l’ingresso alla rete o a database; 
2. controlli applicativi riguardano il processo di produzione 
dell’informazioni e servono a verificare la completezza, l’accuratezza, 
l’autorizzazione dei dati rilevati e processati. L’obiettivo dei controlli 
applicativi è prevenire l’inserimento di dati erronei, come anche 
individuare e correggere gli errori una volta che i dati sono stati inseriti.  
Dunque sono controlli relativi all’immissione, all’elaborazione e alla 
produzione delle informazioni. Rientrano nei controlli applicativi: 
a. il check digit, vale a dire i dati inseriti nel sistema vengono validati 
tramite calcolo; 
b. i test logici, il controllo si avvale di una serie di limiti e test 
alfanumerici; 
c. il controllo di quadratura, che consente di rilevare eventuali errori 
riconciliando i valori immessi nel sistema con un totale di 
controllo. 
Come si è analizzato diverse possono essere le attività di controllo e 
pertanto ogni azienda sceglierà le attività di controllo più idonee in relazione 
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all’ambiente, al settore, alla dimensione, alla complessità e alla cultura che la 
caratterizza.  
 
3.2.7 LE INFORMAZIONI E LA COMUNICAZIONE 
 
 
Le informazioni devono essere identificate, raccolte e diffuse nella forma 
e nei tempi tali da permettere di adempiere adeguatamente alle proprie 
responsabilità. Allo stesso tempo è fondamentale attuare comunicazioni efficaci 
in modo che queste scorrano in tutta l’organizzazione ossia verso il basso, verso 
l’alto e trasversalmente. La diffusione delle informazioni in tutta la struttura 
organizzativa consentono di gestire adeguatamente i rischi e parimenti 
permettono la gestione dell’azienda e la realizzazione dei suoi obiettivi. 
Dunque la comunicazione interna è un elemento essenziale dell’ERM, 
così come la comunicazione esterna (reporting esterno) è fondamentale per 
comunicare a tutti gli stakeholder i rischi e le attività in essere per fronteggiarli.  
Inoltre, la comunicazione interna deve trasmettere96: 
- l’importanza di un’ERM efficace; 
- gli obiettivi aziendali; 
- il risk appetite e la risk tollerance; 
- l’utilizzo di un linguaggio comune nella gestione globale dei rischi; 
- i ruoli e le responsabilità del personale nell’attivare e supportare i 
comportamenti dell’ERM. 
Le informazioni che possono utilizzare dati correnti e storici, provenire 
da diverse fonti, interne ed esterne ed essere rappresentate sia in forma 
quantitativa che qualitativa,  sono impiegate per formulare le strategie, stabilire 
gli obiettivi, identificare gli eventi, valutare i rischi e porre in essere le diverse 
attività e azioni manageriali.  
Una delle principali sfide del management è creare un sistema 
informativo che consente di originare, raccogliere, elaborare, analizzare e 
diffondere, le informazioni più rilevanti tramite appositi report. Al riguardo la 
                                                 
96
 Cfr. ASSOCIAZIONE ITALIANA INTERNAL AUDITORS, PRICEWATERHOUSECOOPERS, 
La gestione del rischio aziendale. ERM - Enterprise Risk Management: un modello di 
riferimento e alcune tecniche applicative, op. cit., pag. 82. 
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tecnologia è utilizzata per migliorare l’efficacia e l’efficienza dei sistemi 
informativi. La qualità dell’informazione si valuta rispetto: 
 alla rilevanza - un’informazione è rilevante se il suo contenuto è 
appropriato e utile al processo decisionale nel quale è stato impiegato; 
 alla tempestività - questa è relativa ai tempi di ottenimento 
dell’informazione che devono essere coerenti con le necessità dell’azienda 
di individuare, valutare e rispondere ai rischi; 
 all’aggiornamento - è necessario che l’informazione sia recente e 
aggiornata; 
 all’accuratezza - è fondamentale che i dati contenuti nei report siano 
esatti; 
 all’accessibilità - un’informazione è accessibile quando gli interessati la 
possono ottenere agevolmente. 
L’affidabilità dei dati è cruciale, soprattutto nel momento in cui vengano 
attuati sistemi informativi sofisticati, in quanto dati errati possono dar luogo ad 
una mancata identificazione dei rischi e a decisioni sbagliate. 
Affinché l’ERM sia efficace è necessario che le informazioni siano giuste e 
ottenute nei tempi e nei luoghi giusti. 
L’azienda deve inoltre disporre di adeguati canali di comunicazione per 
veicolare informazioni sia interne che esterne, si fa riferimento non solo alla 
comunicazione sviluppata attraverso i report informativi ma ci si riferisce anche 
a quella attuata attraverso percorsi comunicativi alternativi (per esempio 
incontri oppure la cassetta anonima dei suggerimenti).  
Rivestono una particolare importanza anche le comunicazioni “non 
verbali” ossia informazioni e comunicazioni che derivano dai comportamenti e 
sono cruciali per gestire soprattutto alcune tipologie di rischio si pensi al rischio 
di frode. È rilevante sottolineare che molto spesso le azioni parlano più delle 
parole e il solo atteggiamento del management nei confronti del personale può 
costituire un potente messaggio. 
 Le informazioni e la comunicazione sono presentate nel framework 
dell’ERM come elementi trasversali dell’intero processo di risk management, 
così come l’ultima componente, ossia il monitoraggio. 
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3.2.8 IL MONITORAGGIO 
 
 
Il processo di gestione del rischio è dinamico dunque può subire 
mutamenti nel tempo, di conseguenza il management deve verificare 
continuamente il corretto funzionamento delle diverse componenti dell’ERM e 
definire eventuali azioni migliorative. Diverse sono le modalità per effettuare il 
monitoraggio: 
- attività continue ossia il monitoraggio è integrato nelle normali attività 
operative ed è radicato nei processi, pertanto è considerato più efficace 
delle valutazioni separate, difatti quanto maggiore è l’estensione delle 
attività di monitoraggio continuo minore è la necessita di valutazioni 
separate. Le attività di monitoraggio continuo sono svolte generalmente 
dai manager di linea o da responsabili di attività di supporto e spesso 
prendono la forma di un’autovalutazione (self risk assessment periodico) 
attraverso cui i responsabili determinano l’efficacia dell’ERM nell’ambito 
della propria attività; 
- valutazioni separate sono valutazioni effettuate generalmente con 
cadenza periodica da un auditor esterno o interno all’azienda dunque 
svolte da soggetti non coinvolti quotidianamente nella gestione del 
processo. È utile, di tanto in tanto, attuare tali valutazioni perché 
costituiscono anche un occasione per misurare l’efficacia delle procedure 
di monitoraggio continuo. 
Possono essere utilizzati diversi strumenti di valutazione come 
questionari, check list e diagrammi di flusso. Ciò che bisogna considerare 
quando si seleziona una metodologia è la semplicità di utilizzo, la coerenza con 
gli obiettivi e la sua adeguatezza con l’attività di valutazione. Mentre la 
documentazione di supporto per effettuare il monitoraggio varia a seconda di 
diversi fattori come la dimensione e la complessità aziendale. 
Con il monitoraggio si conclude l’analisi delle otto componenti che 
determinano l’efficacia dell’Enterprise Risk Management. 
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3.3 GLI ATTORI DELL’ERM 
 
 
“Qualunque persona che opera in un’organizzazione ha qualche 
responsabilità riguardo all’ERM”97. 
Partendo da questo inciso indicato dall’Enterprise Risk Management - 
Integrated Framework si intuisce subito come l’insieme dei soggetti, che 
potremmo definire gli attori del sistema di risk management, siano 
fondamentali per attuare un efficace sistema di gestione del rischio al’interno 
dell’azienda.  
Gli attori possono variare a seconda del tipo di azienda considerata 
dunque in base alla forma giuridica, alla dimensione, alla presenza nei mercati 
borsistici, al settore di attività ed altri fattori. Sicuramente la dimensione può 
costituire un fattore discriminante se si considera che nelle aziende di grandi 
dimensioni generalmente sono presenti unità di risk management cosa invece 
che non avviene nelle piccole e medie aziende, il che però non vuol dire che non 
esista un’attività di gestione dei rischi, questa potrebbe esistere anche nelle 
aziende di piccole dimensioni pur in assenza di un’unità di risk management. La 
configurazione degli attori può variare anche sulla base del settore di attività 
dell’azienda difatti l’unità di risk management generalmente è presente nelle 
aziende operanti nel settore finanziario, cosa invece meno frequente se si 
considerano le aziende che operano nel settore industriale. 
Considerando una società di medio e grandi dimensioni, supponiamo una 
società per azioni, quotata in borsa che adotta un modello di amministrazione e 
controllo di tipo tradizionale, la configurazione degli attori potrebbe essere 
costituita da: 
 il Consiglio di Amministrazione, che individua al suo interno: 
o il Comitato controllo e rischi; 
o l’Amministratore incaricato del sistema di controllo interno e di 
gestione dei rischi; 
 il Collegio Sindacale; 
 il management aziendale che comprende il top e middle management; 
                                                 
97
 ASSOCIAZIONE ITALIANA INTERNAL AUDITORS, PRICEWATERHOUSECOOPERS, La 
gestione del rischio aziendale. ERM - Enterprise Risk Management: un modello di riferimento 
e alcune tecniche applicative, op. cit., pag. 95. 
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 le unità di risk management che possono essere variamente identificate 
nelle aziende dal Risk manager o dal Chief Risk Officer o dal Group Risk 
Officer; 
 l’Organismo di Vigilanza ex. D. Lgs. 231/2001; 
 l’Internal auditor; 
 il Dirigente preposto alla redazione dei documenti contabili e societari; 
 il Controller; 
 altro personale che opera all’interno dell’azienda. 
Il Codice di Autodisciplina di Borsa Italiana indica che bisogna prevedere 
delle modalità di coordinamento tra i soggetti che partecipano al processo di 
gestione dei rischi al fine di massimizzare l’efficienza e ridurre duplicazioni di 
attività all’interno del sistema di controllo interno e di gestione dei rischi. 
Nel proseguo si cercherà di analizzare il contributo che i diversi attori 
hanno nel processo di gestione dei rischi. 
Il Consiglio di Amministrazione, in quanto principale organo del 
governo aziendale, riveste un ruolo chiave nel processo di gestione dei rischi 
ossia il Codice di Autodisciplina attribuisce al Consiglio di Amministrazione, 
previo parere del Comitato controllo e rischi, il compito di98: 
a. definire le linee di indirizzo del sistema di controllo interno e di gestione 
dei rischi, in modo che i principali rischi afferenti all’emittente e alle sue 
controllate risultino correttamente identificati, nonché adeguatamente 
misurati, gestiti e monitorati, determinando inoltre il grado di 
compatibilità di tali rischi con una gestione dell’impresa coerente con gli 
obiettivi strategici individuati; 
b. valutare, con cadenza almeno annuale, l’adeguatezza del sistema di 
controllo interno e di gestione dei rischi rispetto alle caratteristiche 
dell’impresa e al profilo di rischio assunto, nonché la sua efficacia; 
c. approvare, con cadenza almeno annuale, il piano di lavoro predisposto 
dal responsabile della funzione di Internal Audit, sentiti il Collegio 
                                                 
98 BORSA ITALIANA SpA, Comitato per la Corporate Governance, Codice di Autodisciplina, op. 
cit., pag. 30. 
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Sindacale e l’Amministratore incaricato del sistema di controllo interno 
e di gestione dei rischi; 
d. descrivere, nella relazione sul governo societario, le principali 
caratteristiche del sistema di controllo interno e di gestione dei rischi, 
esprimendo la propria valutazione sull’adeguatezza dello stesso; 
e. valutare, sentito il Collegio Sindacale, i risultati esposti dal revisore 
legale nella eventuale lettera di suggerimenti e nella relazione sulle 
questioni fondamentali emerse in sede di revisione legale. 
Dunque, il Consiglio di Amministrazione ha il fondamentale compito di 
monitoraggio, guida, direzione ma soprattutto deve assicurare a tutti gli 
stakeholder che i principali rischi insiti nel modello di business aziendale siano 
prontamente e correttamente identificati, valutati  e adeguatamente gestiti. 
Emerge chiaramente il potere di supervisione del Consiglio di 
Amministrazione riguardo all’ERM. Il Consiglio di Amministrazione deve 
indagare sulle attività svolte dal management e reagire prontamente nel caso in 
cui si verifichino comportamenti non corretti. Il Consiglio deve inoltre essere 
informato, senza indugio, sui rischi più significativi valutati dal management e 
dei piani di risposta al rischio99.  
La definizione delle politiche di gestione dei rischi dovranno essere 
definite a partire dal livello di rischio accettabile da cui deriva la determinazione 
delle soglie di tolleranza coerentemente con il rendimento che l’azienda intende 
conseguire dall’attuazione degli indirizzi strategici deliberati. 
Il ruolo del Consiglio di Amministrazione, come si è già detto in 
precedenza, è essenziale in quanto influenza notevolmente l’ambiente interno 
perché la sua supervisione, moralità, esperienza e indipendenza sono cruciali 
per l’efficacia dell’ERM. È fondamentale che i principi e i valori aziendali siano 
trasferiti mediante i comportamenti e soprattutto per opera di atteggiamenti 
dell’Amministratore Delegato (AD).  
L’AD in quanto espressione massima dell’area del Top Management è il 
responsabile ultimo del processo di gestione dei rischi. Difatti l’AD si occupa di 
definire le politiche di gestione più opportune e soprattutto deve garantire 
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 ASSOCIAZIONE ITALIANA INTERNAL AUDITORS, PRICEWATERHOUSECOOPERS, La 
gestione del rischio aziendale. ERM - Enterprise Risk Management: un modello di riferimento 
e alcune tecniche applicative, op. cit., pag. 215. 
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un’esposizione al rischio economico generale coerente al livello di tolleranza al 
rischio definito dal Consiglio di Amministrazione. 
Il Codice di Autodisciplina raccomanda al Consiglio di Amministrazione 
l’individuazione al suo interno100: 
 del Comitato controllo e rischi - Tale Comitato ha il compito di 
supportare, con un’adeguata attività istruttoria, le decisioni del Consiglio 
di Amministrazione in materia di controllo interno e di gestione dei 
rischi, nonché quelle relative all’approvazione delle relazioni finanziarie 
periodiche. Stante a quanto previsto dal Codice di Autodisciplina il 
Comitato controllo e rischi dovrebbe essere composto da amministratori 
indipendenti, o in alternativa, da amministratori non esecutivi, la 
maggioranza dei quali indipendenti. In tal caso, il presidente del 
Comitato è scelto tra gli amministratori indipendenti. Se la società è 
controllata o coordinata da un’altra società quotata, il Comitato dovrebbe 
essere composto esclusivamente da amministratori indipendenti. Inoltre, 
almeno un componente del Comitato deve possedere un’adeguata 
esperienza in materia contabile e finanziaria o di gestione dei rischi. 
Il Comitato svolge una funziona istruttoria rispetto al Consiglio di 
Amministrazione ed esprime dunque pareri su aspetti riguardanti 
l’identificazione dei principali rischi, inoltre è necessario non confondere 
il suo ruolo con quello del Collegio Sindacale che analizzeremo nel 
dettaglio più avanti; 
 dell’Amministratore incaricato del sistema di controllo 
interno e di gestione dei rischi - Questa figura è rappresentata da 
uno o più amministratori, incaricati dell’istituzione e del mantenimento 
di un efficace sistema di controllo interno e di gestione dei rischi. 
L’Amministratore incaricato del sistema di controllo interno e di gestione 
dei rischi molto spesso coincide con l’Amministratore Delegato. 
Il Collegio Sindacale in quanto organo di controllo è un attore chiave 
del sistema di risk management, anche alla luce dell’art. 19 del D. Lgs. 39/2010 
                                                 
100
 Per un approfondimento dei compiti del Comitato controllo e rischi e dell’Amministratore 
incaricato del sistema di controllo interno e di gestione dei rischi si rinvia, rispettivamente, ai 
criteri applicativi 7.C.2 e 7.C.4 in BORSA ITALIANA SpA, Comitato per la Corporate 
Governance, Codice di Autodisciplina, op. cit., pagg. 30-31 
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che prevede espressamente che negli enti di interesse pubblico il Collegio 
Sindacale vigila sull’efficacia dei sistemi di controllo interno, di revisione 
interna e di gestione del rischio.  
Emerge chiaramente che i compiti rivestiti dal Collegio Sindacale si 
sostanziano nel vigilare sull’efficacia della gestione dei rischi e assicurare che le 
linee di indirizzo del sistema di risk management definite dal Consiglio di 
Amministrazione siano concretamente adottate dall’azienda in modo da non 
esporla a rischi eccessivi e salvaguardare così l’interesse degli azionisti e degli 
altri stakeholder.  
Il Collegio Sindacale nello svolgere il proprio ruolo si avvale delle 
informazioni ricevute oltre che dall’Consiglio di Amministrazione anche dagli 
altri attori sia interni (Comitato controllo e rischi, Organismo di Vigilanza, 
Internal Auditor) che esterni (società di revisione, autorità di vigilanza) e tali 
informazioni una volta analizzate consentono ai sindaci di valutare 
l’adeguatezza e la completezza delle politiche di gestione dei rischi, dei tempi di 
attuazione nonché l’efficacia degli strumenti di mitigazione adottati in modo da 
non esporre l’azienda a rischi eccessivi.  
Il management aziendale che comprende il top e middle 
management ossia tutti coloro coinvolti direttamente nel processo di gestione 
dei rischi a partire dall’Amministratore Delegato sino ai manager di medio 
livello.  
Come già si è accennato in precedenza, l’AD rappresenta il principale 
artefice del sistema di risk management in quanto concretamente dà attuazione 
alle linee di indirizzo definite dal Consiglio di Amministrazione e si occupa di 
definire e progettare le politiche di gestione più opportune.  Dunque l’AD ha la 
titolarità e la responsabilità del sistema di gestione dei rischi, pertanto spetta ad 
esso trasmettere i valori e i principi, soprattutto mediante i comportamenti e gli 
atteggiamenti, di un adeguato sistema di risk management, difatti è 
l’Amministratore delegato a dare l’impronta etica all’azienda.  
Mentre ai manager di medio livello, in quanto responsabili di una 
specifica area gestionale, spetta il compito di identificare, valutare e trattare i 
rischi che rientrano nella propria sfera di responsabilità. Ovviamente ciascun 
manager deve essere dotato di adeguati poteri per poter svolgere le proprie 
funzioni, una delle tecniche che consente l’autovalutazione dei rischi e dei 
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connessi sistemi di controllo attraverso l’attiva partecipazione del management 
e il coinvolgimento di tutta l’organizzazione è il Control Risk Self Assesment. 
All’interno dell’area del management si potrebbe individuare un percorso 
di gestione dei rischi che potrebbe essere articolato in due fasi di sviluppo: 
1. la prima fase potrebbe svilupparsi secondo una logica di tipo top-down 
ossia l’AD al termine del processo di pianificazione strategica comunica o 
negozia con il management gli obiettivi assegnati a ciascuna area 
funzionale. Ogni dirigente intraprende un processo di identificazione, 
valutazione e trattamento dei rischi che arriva a coinvolgere anche i livelli 
operativi e tale attività si conclude con la redazione di un piano di 
mitigazione dei rischi; 
2. la seconda fase si dovrebbe sviluppare secondo un approccio bottom-up 
ossia i piani di mitigazione predisposti da ciascuna area funzionale 
vengono discussi con l’AD e approvati da quest’ultimo. 
Questo processo favorisce la diffusione della conoscenza e della cultura di 
gestione dei rischi in tutta l’azienda e inoltre permette l’allineamento della 
gestione dei rischi delle singole aree funzionali con il livello di Risk Appetite e le 
relative soglie di tolleranza al rischio definite dal Consiglio di Amministrazione. 
Le unità di risk management possono essere variamente identificate 
nelle aziende dal Risk manager o dal Chief Risk Officer. Alcune aziende hanno 
istituito tali unità per creare una struttura centrale di coordinamento e facilitare 
le attività riguardanti l’ERM. 
Il Chief Risk Officer (CRO) o il Risk manager collabora con altri manager 
per attivare un efficace processo di gestione del rischio e per offrire competenze 
specialistiche in materia di identificazione, valutazione e trattamento dei rischi. 
Nel nostro paese sta crescendo l’attenzione al ruolo del risk manager tuttavia 
questa figura è maggiormente diffusa nelle aziende operanti nel settore 
finanziario, inoltre nella realtà italiana può accadere che queste funzioni siano 
ricoperte dall’unità di Internal Auditing101. 
I risk manager sono figure ormai cruciali nelle aziende europee, e sempre 
più coinvolte nei processi decisionali delle organizzazioni e l’84% di essi 
interagisce direttamente con il Consiglio di Amministrazione o con il top 
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 Cfr. D’ONZA G., Il sistema di controllo interno nella prospettiva del Risk Management, op. 
cit., pag. 256. 
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management. A rilevarlo è il sondaggio “Risk management benchmarking 
survey 2014” realizzato da Ferma (Federazione delle Associazioni Europee di 
Risk Management) e il documento di Ferma, European risk and insurance 
report, mostra come i risk manager siano coinvolti in discussioni riguardanti 
etica, compliance e aspetti legali (57%); internal audit e controllo (55%); fusioni 
e acquisizioni (52%) e pianificazione strategica (35%)102. 
Dunque, il risk manager è un attore che può contribuire a migliorare la 
qualità del sistema di gestione dei rischi e il governo dell’azienda. 
Con l’introduzione della responsabilità amministrativa degli enti vale a 
dire con il D. Lgs. 231/2001, la configurazione degli attori in materia di 
controllo e gestione dei rischi si è arricchita di una nuova importante ossia 
dell’Organismo di Vigilanza. Tale attore potrebbe offrire un efficace 
contributo per la creazione di un sistema di controllo che sia in grado di 
prevenire i rischi-reato che rientrano nel campo di applicazione del decreto in 
modo da evitare le sanzioni previste dalla norma ed i danni reputazionali103. 
Tuttavia, l’istituzione del solo Organismo di Vigilanza (OdV) non evita 
alla società l’incorrere nella responsabilità amministrativa e l’applicazione delle 
sanzioni, a tal fine è necessario rispettare la cosiddetta clausola esimente (l’art. 
6 del D. Lgs. 231/01) che richiede il rispetto delle seguenti condizioni: 
1. la società ha adottato ed efficacemente attuato, prima della commissione 
del fatto, modelli di organizzazione e di gestione idonei a prevenire reati 
della specie di quello verificatosi; 
2. l’istituzione di un Organismo di Vigilanza, dotato di autonomi poteri di 
iniziativa e di controllo, che ha il compito di vigilare sul funzionamento e 
sull'osservanza dei modelli e di curarne il loro aggiornamento; 
3. dimostrare la violazione fraudolenta dei modelli di organizzazione e di 
gestione da parte delle persone che hanno commesso il reato; 
4. dimostrare la diligenza dell’Organismo di Vigilanza ossia che questo 
abbia effettivamente vigilato sui modelli. 
                                                 
102 Cfr. ANRA (Associazione Nazionale dei Risk Manager e Responsabili Assicurazioni 
Aziendali), “L'evoluzione del Risk Manager in Italia e in Europa”, 
http://www.anra.it/Content/attualita.aspx?id=588 (consultato il 30/05/2015). 
103
 Cfr. D’ONZA G., Il sistema di controllo interno nella prospettiva del Risk Management, op. 
cit., pag. 243. 
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Spetta al Consiglio di Amministrazione scegliere la composizione 
dell’OdV in modo da favorire il rispetto dei requisiti di autonomia, 
indipendenza, professionalità e continuità di azione di cui deve essere dotato 
tale Organismo. L’OdV può essere un organo monocratico (solitamente è il 
responsabile dell’Internal Auditing) oppure un organo collegiale già presente 
nella struttura aziendale (tipicamente il Comitato di Controllo Interno) o 
organismi creati ex novo a cui partecipano soggetti interni (amministratori 
indipendenti, sindaci, il responsabile dell’Internal Auditing) e/o esterni104. 
In molte aziende gli Internal Auditor giocano un ruolo fondamentale 
in quanto attivano un monitoraggio indipendente sulla corretta attuazione ed 
efficacia dell’ERM. In particolare, essi possono svolgere verifiche che 
consentono di fornire una valutazione indipendente dell’intero processo di 
gestione del rischio o di una parte di esso pertanto, gli Internal Auditor possono 
assistere il management fornendo una ragionevole sicurezza circa105: 
 la correttezza dei processi dell’ERM sia in fase di progettazione che in 
fase operativa; 
 l’efficienza e l’efficacia delle azioni di risposta al rischio e delle connesse 
attività di controllo; 
 la completezza e l’accuratezza del reporting riguardante l’ERM. 
In alcuni casi gli internal auditor svolgono anche attività di consulenza e 
grazie ai loro interventi si apportano miglioramenti al processo di gestione dei 
rischi. L’unità di Internal Auditing riveste pertanto il ruolo tipico di “controllore 
dei controlli”, garantendo in tal modo il rispetto delle norme e delle regole106. 
Appare evidente l’importanza dei requisiti di obiettività ed indipendenza 
che dovrebbero caratterizzare tale unità, al fine di rendere le valutazioni quanto 
più imparziali possibili l’unità di Internal Auditing deve essere collocata alla 
dipendenza gerarchica del vertice aziendale. 
Nell’adempiere alle proprie responsabilità gli Internal Auditor si 
interfacciano sempre più con una molteplicità di attori aziendali e questo gli 
                                                 
104
 Cfr. D’ONZA G., Il sistema di controllo interno nella prospettiva del Risk Management, op. 
cit., pag. 244. 
105 ASSOCIAZIONE ITALIANA INTERNAL AUDITORS, PRICEWATERHOUSECOOPERS, La 
gestione del rischio aziendale. ERM - Enterprise Risk Management: un modello di riferimento 
e alcune tecniche applicative, op. cit., pag. 223. 
106
 CULASSO F., Gestione del rischio e controllo strategico. Un’ottica sistemica aziendale, op. 
cit., pag. 193. 
94 
 
consente di interpretare le diverse esigenze conoscitive e strutturare un sistema 
integrato di controlli e gestione dei rischi che sia in grado di dargli una risposta 
adeguata in modo da riuscire a fronteggiare rischi di natura diversa che 
riguardano obiettivi differenti (conformità normativa, efficienza informativa, 
efficienza operativa). 
Il Dirigente preposto alla redazione dei documenti contabili e 
societari è una nuova figura introdotta nelle società quotate con la legge sul 
risparmio ossia con la Legge 262/2005. Il Dirigente preposto alla redazione dei 
documenti contabili e societari deve: 
1. dichiarare la corrispondenza dei documenti societari alle risultanze 
contabili, ai libri e alle scritture contabili; 
2. predisporre idonee procedure amministrative e contabili per la 
predisposizione del bilancio di esercizio e, ove previsto, del bilancio 
consolidato nonché di ogni altra comunicazione di carattere finanziario; 
3. attestare, con un apposita relazione da allegare all’informativa di 
bilancio, l’adeguatezza e l’effettiva applicazione delle procedure su 
indicate. 
Il Dirigente preposto alla redazione dei documenti contabili e societari 
potrebbe coincidere con il responsabile dell’area amministrazione, finanza e 
controllo, e la sua presenza è cruciale per la prevenzione degli eventi che 
possono causare l’inattendibilità del bilancio. 
Il Controller si occupa della progettazione della struttura della 
contabilità direzionale ed ha un ruolo di supporto nelle fasi che articolano il 
processo di gestione dei rischi e inoltre contribuisce alla realizzazione delle fasi 
di controllo, reporting e monitoraggio. Il Controller può collocarsi all’interno 
della direzione generale oppure rivestire una posizione di staff, tuttavia esso 
attraverso la progettazione del controllo gestionale, l’elaborazione e il 
consolidamento delle informazioni rilevanti e la predisposizione dei report può 
contribuire sotto il profilo applicativo alla creazione del sistema di controllo e 
gestione dei rischi. 
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Anche il resto del personale che opera all’interno dell’azienda è 
responsabile107: 
 dell’attuazione dell’ERM in quanto chiunque operi in azienda può 
produrre delle informazioni  utilizzate per attuare il processo di gestione 
dei rischi e prendere iniziative per supportare l’efficacia dell’ERM; 
 del flusso delle informazioni e comunicazioni di supporto all’ERM. 
Dunque l’ERM coinvolge tutto il personale ed è necessario che i ruoli e le 
responsabilità di ciascuno siano ben definiti e comunicati efficacemente. 
Abbiamo analizzato il copioso quadro degli attori interni coinvolti nel 
processo di gestione dei rischi tuttavia, è bene sottolineare che, anche i terzi 
quali clienti, fornitori, partner, società di revisione, legislatore, autorità di 
vigilanza, agenzie di rating, media hanno spesso un influenza sull’ERM e sono 
fonte di informazioni utili per la gestione del rischio e possono contribuire 
pertanto al miglioramento dell’ERM. 
 
 
3.4 I LIMITI DELL’ERM 
 
 
L’ERM anche se ben strutturato fornisce al Consiglio di Amministrazione 
e al management solo una ragionevole sicurezza sul raggiungimento degli 
obiettivi relativi a una o più categorie (obiettivi strategici, operativi, di reporting 
e di conformità). Pertanto per quanto esso sia ben progettato e gestito non 
fornisce un’assoluta certezza della realizzazione degli obiettivi perché questi 
risentono dei limiti insiti in tutti i processi gestionali. I limiti dell’ERM sono 
riconducibili al fatto che: 
- il rischio riguarda un evento futuro, che già di per sé è incerto e che 
inoltre nessuno può predire con certezza; 
- l’ERM opera a diversi livelli rispetto alle varie categorie di obiettivi 
pertanto anche se è efficace fornisce una ragionevole sicurezza sul 
raggiungimento degli obiettivi di reporting e di conformità perché 
                                                 
107
 Cfr. ASSOCIAZIONE ITALIANA INTERNAL AUDITORS, PRICEWATERHOUSECOOPERS, 
La gestione del rischio aziendale. ERM - Enterprise Risk Management: un modello di 
riferimento e alcune tecniche applicative, op. cit., pag. 101. 
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ampiamente sotto il controllo aziendale, mentre nel caso del 
conseguimento degli obiettivi strategici e operativi, l’ERM può garantire 
una ragionevole sicurezza che il management e il Consiglio di 
Amministrazione siano tempestivamente informati della misura in cui 
questi obiettivi si stanno conseguendo ma non fornisce nessuna 
ragionevole sicurezza che gli stessi obiettivi saranno conseguiti perché 
alcuni eventi sono al di fuori del controllo del management; 
- l’ERM non può fornire la certezza assoluta del conseguimento di nessuna 
delle quattro categorie di obiettivi perché nessun processo può fare tutto 
ciò per cui è stato predisposto; 
- l’ERM inoltre deriva da decisioni prese sulla base di giudizi umani che 
possono portare a scelte errate. Inoltre, anche se ben concepito può 
essere soggetto a semplici errori o a sbagli dovuti al fatto che il personale 
ha mal interpretato le istruzioni; 
- l’ERM può essere reso inefficace a causa di atti di collusione tra due o più 
individui che agiscono in comune accordo per vanificare i controlli e 
commettere azioni improprie come per esempio alterare i dati finanziari; 
- le risorse sono sempre limitate e le aziende devono considerare il 
rapporto costi/benefici nel momento in cui devono selezionare le 
strategie di risposta al rischio più adeguate. Il problema sta nel trovare il 
giusto equilibrio tra i costi e i benefici dunque tenendo presente il fatto 
che le risorse in azienda sono limitate, queste non devono essere allocate 
nelle aree con una bassa esposizione al rischio perché attivare controlli 
eccessivi potrebbe essere dispendioso e controproducente, al contrario, 
l’attivazione di controlli troppo superficiali facilita l’emergere dei rischi. 
L’ERM è tanto efficace quanto lo sono le persone che sono responsabili 
per il suo funzionamento, dunque poiché il management e i sistemi di controllo 
non sono infallibili, chi ha intenti truffaldini e non etici cercherà i punti deboli 
del sistema per violarli, allo stesso tempo, un ERM efficace aumenterà la 
possibilità di prevenire e individuare queste violazioni108.  
                                                 
108
 Cfr. ASSOCIAZIONE ITALIANA INTERNAL AUDITORS, PRICEWATERHOUSECOOPERS, 
La gestione del rischio aziendale. ERM - Enterprise Risk Management: un modello di 
riferimento e alcune tecniche applicative, op. cit., pag. 110. 
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Dopo aver analizzato il framework nel suo complesso, è facilmente 
intuibile che l’introduzione di un modello quale l’Enterprise Risk Management 
consentirebbe alle aziende di affrontare gli eventi incerti e soprattutto 
determinare il grado di rischio accettabile per creare valore allo scopo di 
garantire la sopravvivenza dell’azienda. Dunque l’implementazione di un 
modello integrato di gestione dei rischi aziendali non deve essere visto come 
una sorta di “esercizio di compliance” ovvero un semplice strumento utilizzato 
dalle aziende per mettersi a norma ma bisogna comprendere che l’adozione di 
tale modello potrebbe effettivamente contribuire alla creazione del valore 
facendo leva sulla riduzione dei fattori di rischio. 
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CAPITOLO 4 
L’INFORMATIVA SUI SISTEMI DI 
RISK MANAGEMENT NEL SETTORE 
DEI SERVIZI PUBBLICI 
 
Dopo aver appreso compiutamente, nei capitoli precedenti, il concetto di 
rischio, il processo di risk management e analizzato uno dei più rilevanti 
framework di gestione dei rischi, in questo capitolo verrà presentata un’analisi 
empirica condotta per mettere in luce l’informativa sui sistemi di Risk 
Management nel settore dei Servizi Pubblici. 
 
 
4.1 CENNI INTRODUTTIVI  
 
 
In questi ultimi anni l’informativa sui rischi e sulle politiche di Risk 
Management è una tematica che ha assunto maggiore rilievo per gli 
interlocutori aziendali.  Ciò è legato anche alle turbolenze e rallentamenti 
dell’economia che hanno aumentato l’esposizione delle aziende ai rischi e 
pertanto in questo contesto le informazioni relative ai fenomeni rischiosi 
nonché l’illustrazione delle politiche aziendali adottate per fronteggiarli 
assumono particolare importanza per i destinatari delle informazioni 
contabili109. 
Diversi sono i contributi in letteratura relativi alla risk disclosure che 
sostengono come un’informativa veritiera ed efficace sui rischi contribuisca a 
soddisfare le esigenze conoscitive dei diversi stakeholder. Un sistema di Risk 
Management efficace che è in grado di produrre informazioni corrette sui rischi, 
                                                 
109
 Cfr. MENICUCCI E., La relazione sulla gestione nel reporting delle imprese. Un percorso di 
lettura e di indagine ispirato dai principi IAS/IFRS, Milano, FrancoAngeli, 2012, pag. 103. 
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insieme ad un atteggiamento di trasparenza nella comunicazione esterna, può 
prevenire situazioni di dissesto economico e finanziario110. 
In questo lavoro si vuole esaminare l’informativa sui sistemi di Risk 
Management nel settore dei Servizi Pubblici. Quest’analisi è stata condotta 
analizzando unicamente la Relazione sulla gestione delle società selezionate 
riferite all’anno 2013, in particolare si è esaminata la sezione riferita alla 
descrizione dei principali rischi e incertezze. 
 Prima di esaminare l’analisi svolta è opportuno analizzare l’evoluzione 
normativa italiana, avvenuta negli ultimi dieci anni, che ha prodotto delle 
modifiche al Codice Civile in materia di informativa sui rischi. 
 
 
4.2 IL QUADRO NORMATIVO ITALIANO 
 
 
La comunicazione finanziaria, sia obbligatoria che volontaria, è stata 
oggetto di notevoli mutamenti dovuti principalmente a cambiamenti intervenuti 
nello scenario normativo italiano, al riguardo è possibile individuare tre fasi 
principali che caratterizzano il processo evolutivo della normativa111: 
1. La prima fase, ossia prima del 2005, l’informativa sui rischi era 
essenzialmente di tipo volontario dunque non vi era nessuna norma che 
prescriveva di indicare nella relazione sulla gestione informazioni sui 
rischi aziendali112. 
2. La seconda fase, che va dal 2005 al 2007, inizia con l’implementazione 
della “prima tranche” della cosiddetta Direttiva Modernizzazione ossia la 
Direttiva 2001/65/CE recepita con il D. Lgs. 394/2003 che modifica l’art. 
2428 del Codice Civile (che disciplina il contenuto della relazione sulla 
gestione) e introduce il comma 6-bis che richiede di produrre 
                                                 
110
 Cfr. ALLEGRINI M., Risk reporting e sistemi di controllo interno. Un’analisi comparata tra 
Italia e Regno Unito, Milano, FrancoAngeli, 2011, E - book, pag. 9. 
111
 Cfr. D’ONZA G., GRECO G., Il risk reporting nella relazione sulla gestione. Uno studio 
preliminare nella prospettiva di una possibile tassonomia XBRL, in ZAMBON S., XBRL e 
informativa aziendale. Traiettorie, innovazioni e sfide, Milano, FrancoAngeli, 2010, E - book, 
pag. 214. 
112
 Gli unici riferimenti normativi in quel periodo riguardavano la creazione di fondi rischi da 
includere nello Stato Patrimoniale, Conto Economico ed eventualmente la descrizione dei 
relativi rischi in Nota integrativa dunque l’informativa sui rischi era limitata a specifiche 
casistiche. 
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un’informativa sui rischi legati all’uso da parte della società di strumenti 
finanziari e se rilevanti per la valutazione della situazione patrimoniale e 
finanziaria e del risultato economico dell’esercizio. In particolare, tale 
comma, richiede informazioni qualitative e quantitative su:  
a. gli obiettivi e le politiche della società in materia di gestione del 
rischio finanziario, compresa la politica di copertura per 
ciascuna principale categoria di operazioni previste; 
b. l’ammontare dell'esposizione della società al rischio di prezzo, al 
rischio di credito, al rischio di liquidità e al rischio di variazione 
dei flussi finanziari. 
Il comma 6-bis dell’art. 2428 si presenta in potenziale conflitto con 
i Principi Contabili Internazionali (IAS/IFRS) e in particolare con l’IFRS 
7 il quale prevede che le informazioni sui rischi finanziari113 possono 
essere collocate nella relazione sulla gestione, nella nota integrativa o in 
apposite relazioni sul rischio, si lascia dunque discrezionalità di 
collocazione di tali informazioni114.  
Secondo quanto indicato dal comma 6-bis, un altro punto da 
sottolineare è legato al fatto che le informazioni su tali tipologie di rischi 
devono esser riportate se rilevanti per la valutazione della situazione 
patrimoniale, finanziaria ed economica della società pertanto si lascia alla 
discrezionalità dell’organo amministrativo la valutazione della 
significatività dell’informativa sui rischi. 
Dunque sostanzialmente, tra il 2005 e il 2007, l’informativa sui 
rischi finanziari diviene obbligatoria per quelle società tenute alla 
redazione della relazione sulla gestione mentre l’informativa sui rischi 
diversi da quelli finanziari rimane su base volontaria. 
                                                 
113
 La categoria dei rischi finanziari in base a quanto previsto dagli IAS 32 e 39 e 
successivamente dall’IFRS 7 comprende i rischi di credito, i rischi di mercato e i rischi di 
liquidità ampiamente esaminati nel Capitolo 1 del presente lavoro. 
114
 La scelta se fornire le informazioni in nota integrativa o nella relazione sulle gestione 
dovrebbe seguire il principio della “prospettiva del management” e quindi l’approccio 
dell’azienda alla gestione del rischio. Se, per esempio, l’emittente adotta un approccio integrato 
nell’ambito di un sistema di risk management, tali informazioni possono essere inserite nella 
relazione sulla gestione nella sezione dedicata alle varie fattispecie di rischio gestite, finanziarie 
e non. Cfr. D’ONZA G., GRECO G., Il risk reporting nella relazione sulla gestione. Uno studio 
preliminare nella prospettiva di una possibile tassonomia XBRL, in ZAMBON S., XBRL e 
informativa aziendale. Traiettorie, innovazioni e sfide, E - book, op. cit., pag. 223. 
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3. La terza fase, che riguarda gli esercizi amministrativi a partire dal 2008, 
si conclude con il completamento del recepimento della Direttiva 
Modernizzazione (ossia la Direttiva 2003/51/CE) attraverso il D.Lgs. 
32/2007 che va ad aggiornare l’articolo 2428 del Codice Civile il quale 
recita: 
“Il bilancio deve essere corredato da una relazione degli amministratori 
contenente un'analisi fedele, equilibrata ed esauriente della situazione 
della società e dell'andamento e del risultato della gestione, nel suo 
complesso e nei vari settori in cui essa ha operato, anche attraverso 
imprese controllate, con particolare riguardo ai costi, ai ricavi e agli 
investimenti, nonché una descrizione dei principali rischi e incertezze 
cui la società è esposta. 
L'analisi di cui al primo comma è coerente con l'entità e la complessità 
degli affari della società e contiene, nella misura necessaria alla 
comprensione della situazione della società e dell'andamento e del 
risultato della sua gestione, gli indicatori di risultato finanziari e, se del 
caso, quelli non finanziari pertinenti all'attività specifica della società, 
comprese le informazioni attinenti all'ambiente e al personale. L'analisi 
contiene, ove opportuno, riferimenti agli importi riportati nel bilancio e 
chiarimenti aggiuntivi su di essi”. 
Sostanzialmente, il legislatore nazionale richiede con tale decreto 
di estendere l’informativa sui rischi comprendendo non solo quella 
relativa ai rischi finanziari ma anche un’informativa che riguarda tutti i 
rischi e le incertezze che caratterizzano la gestione aziendale. 
È bene subito evidenziare che le informazioni richieste dalle nuove 
disposizioni devono essere fornite solo qualora si verifichino le 
condizioni previste dal disposto normativo ossia l’informativa contenuta 
nella relazione deve essere coerente con l’entità e la complessità degli 
affari della società115. 
                                                 
115
 Cfr. CONSIGLIO NAZIONALE DEI DOTTORI COMMERCIALISTI E DEGLI ESPERTI 
CONTABILI, La relazione sulla gestione art. 2428 Codice Civile. La relazione sulla gestione dei 
bilanci d'esercizio alla luce delle novità introdotte dal D.Lgs. 32/2007, Roma, 2009, pag. 3. 
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Dunque, attualmente la risk disclosure dovrebbe articolarsi su due 
livelli di informazione116: 
a. uno generale: che riguarda la descrizione dei rischi e delle 
incertezze che gravano sulla gestione aziendale nella sua globalità. 
Tale informativa è richiamata dal primo comma dell’art. 2428 del 
Codice Civile e secondo il Consiglio Nazionale dei Dottori 
Commercialisti e degli Esperti Contabili (CNDCEC) questa deve 
essere resa soltanto dalle società di grandi dimensioni mentre è 
facoltativa per le società di medie e piccole dimensioni quando si 
ritiene che i conti d’ordine e la nota integrativa forniscano già una 
rappresentazione sufficiente ed esauriente dei fattori di rischio117; 
b. uno particolare: che riguarda l’informativa sui rischi finanziari 
prevista dal comma 6-bis dell’art. 2428 del Codice Civile. Secondo 
il CNDCEC le informazioni richieste nella relazione sulla gestione 
sui rischi finanziari possono suddividersi in due classi: 
 informazioni qualitative, indicate all’art. 2428, 6-bis, sub a,  
volte a descrivere gli obiettivi della direzione aziendale, le 
politiche e i criteri utilizzati per fronteggiare i rischi; 
 informazioni quantitative, indicate all’art. 2428, 6-bis, sub 
b, volte a fornire indicazioni circa la dimensione 
dell’esposizione ai rischi da parte dell’impresa. 
Con riferimento all’informativa sui rischi si inserisce anche il 
recepimento nell’ordinamento italiano della Direttiva 2004/109/CE meglio nota 
come Direttiva Transparency attraverso il D.Lgs. 195/2007 che ha comportato 
la definizione degli obblighi di trasparenza riguardanti le informazioni sugli 
emittenti i cui valori mobiliari sono ammessi alla negoziazione in un mercato 
                                                 
116
 Cfr. D’ONZA G., GRECO G., Il risk reporting nella relazione sulla gestione. Uno studio 
preliminare nella prospettiva di una possibile tassonomia XBRL, in ZAMBON S., XBRL e 
informativa aziendale. Traiettorie, innovazioni e sfide, E - book, op. cit., pag. 219. 
117
 Per grandi imprese si intendono la società che alla data di chiusura del bilancio superano nel 
primo esercizio o, successivamente per due esercizi consecutivi, i limiti numerici di due dei tre 
criteri seguenti: 
- totale dell’attivo dello stato patrimoniale: 43.000.000 euro; 
- ricavi delle vendite e delle prestazioni: 50.000.000 euro; 
- numero dei dipendenti occupati in media durante l'esercizio: 250. 
Cfr. CONSIGLIO NAZIONALE DEI DOTTORI COMMERCIALISTI E DEGLI ESPERTI 
CONTABILI, La relazione sulla gestione art. 2428 Codice Civile. La relazione sulla gestione dei 
bilanci d'esercizio alla luce delle novità introdotte dal D.Lgs. 32/2007, op. cit., pag. 4. 
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regolamentato, prevedendo l’ampliamento dell’informativa di bilancio delle 
società quotate attraverso l’indicazione nella relazione sulla gestione di una 
descrizione dei principali rischi e incertezze cui sono esposti gli emittenti e le 
società del gruppo. Tale disposizione ha modificato l’art 154-bis del TUF, 
prevedendo, di conseguenza, che l’attestazione del Dirigente Preposto verta 
anche sulla presenza all’interno della relazione sulla gestione di una descrizione 
dei principali rischi ed incertezze. 
Il legislatore attraverso l’adozione delle due Direttive, la Direttiva 
Modernizzazione e la Direttiva Transparency, fa sì che l’informativa sui rischi 
diventi un obbligo per tutte le società italiane, quotate e non, e tale processo 
normativo ha inoltre lo scopo di garantire, ai mercati di capitali ma anche a tutti 
i soggetti che indirettamente e direttamente sono coinvolti nella gestione 
aziendale, un’informativa sempre più chiara e trasparente118. 
Tuttavia si lascia discrezionalità alle aziende nella predisposizione del 
contenuto dell’informativa sui rischi dunque anziché prevedere dei contenuti 
informativi standardizzati, si lascia alle aziende la possibilità di seguire la 
prospettiva di analisi del rischio assunta internamente, magari anche definendo 
un contenuto minimo di informazioni che dovranno essere comunicate; una 
soluzione di questo tipo ha il vantaggio di ridurre i costi legati alla 
predisposizione del risk reporting per l’esterno e la possibilità per gli investitori 
di assumere la medesima prospettiva secondo cui l’Alta Direzione analizza, 
valuta e gestisce i rischi119. 
Infine, un’altra fonte per divulgare le informazioni sui rischi potrebbe 
essere, nelle società quotate, la Relazione sul governo societario e gli assetti 
proprietari in quanto in essa il Codice di Autodisciplina di Borsa Italiana 
richiede al Consiglio di Amministrazione una descrizione delle principali 
caratteristiche del sistema di controllo interno e di gestione dei rischi120. 
 
 
 
                                                 
118
 Cfr. PROTIVITI, Disclosure sui rischi. Novità normative, prassi rilevate e suggerimenti 
pratici, Insight N. 23, Gennaio 2009. 
119
 Cfr. D’ONZA G., Il sistema di controllo interno nella prospettiva del Risk Management, op. 
cit., pag. 160. 
120
 Cfr. BORSA ITALIANA SpA, Comitato per la Corporate Governance, Codice di 
Autodisciplina, op. cit., pag 30. 
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4.3 I PROFILI METODOLOGICI 
 
 
Dopo aver designato il quadro normativo di riferimento, possiamo ora 
mostrare l’analisi condotta per mettere in luce l’informativa sui sistemi di Risk 
Management nel settore dei Servizi Pubblici.   
Il campione di analisi comprende le società quotate in Borsa Italiana 
appartenenti al settore dei Servizi Pubblici, l’elenco delle società analizzate è 
indicato nella tabella 1.   
Tabella 1 LE SOCIETÀ OGGETTO DI ANALISI 
CAMPIONE DI ANALISI 
1. A2A 9. ERGYCAPITAL 
2. ACEA 10. FALK RENEWABLES 
3. ACSM AGAM 11.  HERA 
4. ALERION CLEAN POWER 12. IREN 
5. ASCOPIAVE 13. K.R.ENERGY 
6. EDISON 14. SNAM 
7. ENEL 15. TERNA 
8. ENEL GREEN POWER 16. TERNIENERGIA 
 
L’analisi è stata condotta analizzando unicamente la Relazione sulla 
gestione, in particolare la sezione riferita alla descrizione dei principali rischi e 
incertezze riferita all’anno 2013. Le Relazioni sono state integrate con 
informazioni sui rischi reperite dai siti delle singole società.  
Le relazioni sulla gestione sono state scaricate utilizzando il sito web di 
Borsa Italiana e i singoli siti delle società121.  
L’obiettivo dell’analisi è: 
1. determinare quali sono i principali rischi comunicati dalle singole 
società incluse nel campione di analisi selezionato; 
2. individuare i presidi indicati dalle stesse società per fronteggiare i 
relativi rischi; 
                                                 
121
 L’elenco completo della sitografia è possibile ritrovarlo al termine dell’elaborato. 
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3. procedere, sulla base dei primi due punti, a un consolidamento dei rischi 
e mostrare i risultati indicanti le principali categorie di rischio cui sono 
esposte le società operanti nel settore dei Servizi Pubblici. 
La ricerca dell’informativa sui rischi nella relazione sulla gestione è stata 
eseguita analizzando i testi a disposizione e tali informazioni sui rischi sono 
state integrate con quelle reperite dai siti web delle singole società. 
La metodologia di analisi consiste nella lettura e nell’interpretazione dei 
testi, per poi procedere sulla base di questi alla creazione, per ciascuna delle 
società incluse nel campione di analisi, di un foglio elettronico di lavoro per 
evidenziare i rischi e i presidi che emergono dalle singole società122. 
Pertanto, per la classificazione dei rischi rilevati è stato elaborato per 
ciascuna delle società oggetto di analisi un Modello di informativa sui rischi che 
prende in considerazione: 
 Le categorie di rischio - sulla base dell’analisi dell’informativa sui 
rischi si sono individuate le categorie di rischio cui sono maggiormente 
esposte le società del campione di riferimento ossia queste sono costituite 
da: 
o Rischi finanziari; 
o Rischi operativi; 
o Rischi di compliance; 
o Rischi strategici; 
o Rischi legati all’ambiente esterno del settore di riferimento. 
 La tipologia di rischi individuati per ciascuna categoria. 
 La descrizione di ciascun rischio. 
 I presidi, se comunicati dalle società, per fronteggiare i rischi. 
A titolo di esempio nell’Allegato 1123 si mostra il Modello di informativa 
sui rischi elaborato per Enel. 
Nel classificare le diverse tipologie di rischi nelle categorie di rischio 
considerate sono state riscontrate alcune difficoltà legate al fatto che alcune 
                                                 
122
 Non esiste ad oggi, un framework comunemente accettato per la disclosure sui rischi, sia nel 
mondo accademico che nelle proposte degli standard setter o delle associazioni professionali. 
Cfr. ALLEGRINI M., Risk reporting e sistemi di controllo interno. Un’analisi comparata tra 
Italia e Regno Unito, E - book, op. cit., pag. 20. 
123
 L’Allegato 1 è riportato in fondo all’elaborato e fornisce una rappresentazione del Modello di 
informativa sui rischi utilizzato ai fini dell’analisi. 
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tipologie di rischio sono trasversali e pertanto potrebbero essere inserite in 
diverse categorie. Il rischio legato a fattori climatici può essere collocato sia tra i 
rischi operativi in quanto i fenomeni di stagionalità potrebbero rendere 
discontinua la produzione di energia derivante per esempio da fonte eolica ma 
allo stesso tempo potrebbe rientrare tra i rischi strategici in quanto i fenomeni 
di stagionalità potrebbero spingere le aziende a sviluppare strategie di 
diversificazione geografica degli impianti. 
Solo dopo aver classificato i dati nel Modello di informativa sui rischi per 
ciascuna azienda oggetto di analisi si è proceduto ad un consolidamento dei 
rischi ossia si è cercato di omogeneizzare i dati a disposizione tramite l’utilizzo 
di un “linguaggio comune”. Come già si è sottolineato nei capitoli precedenti 
l’adozione di un linguaggio comune consente di apprezzare l’intero sistema dei 
rischi aziendali.  
Grazie a questo processo di omogeneizzazione le diverse tipologie di 
rischio individuate nell’analisi sono state classificate in un'unica tabella in 
relazione alla categoria di rischio cui si riferiscono.  Una volta classificati i dati 
nelle suddette tabelle si è proceduto al calcolo dei risultati. 
Nella tabella 2 sono indicate le categorie di rischio e le relative tipologie 
di rischi individuate nell’analisi. 
Tabella 2 CATEGORIE DI RISCHIO E RELATIVE TIPOLOGIE DI RISCHI 
CATEGORIA TIPOLOGIA DI 
RISCHI 
DESCRIZIONE 
RISCHI 
FINANZIARI 
Rischio di tasso di 
interesse 
È il rischio che il fair value (valore equo) o i flussi 
finanziari futuri di uno strumento finanziario 
fluttuino in seguito a variazioni dei tassi di 
interesse sul mercato. 
Rischio di cambio È il rischio che il fair value (valore equo) o i flussi 
finanziari futuri di uno strumento finanziario 
fluttuino in seguito a variazioni dei tassi di cambio. 
Rischio di prezzo 
(commodity e non 
commodity) 
È il rischio che il fair value (valore equo) o i flussi 
finanziari futuri di uno strumento finanziario 
fluttuino in seguito a variazioni dei prezzi di 
mercato. Comprende anche il rischio relativo 
all’oscillazione dei prezzi delle commodity e dette 
variazioni possono influenzare in modo 
significativo i risultati. 
Rischio di liquidità È il rischio che un’entità abbia difficoltà ad 
adempiere alle obbligazioni associate a passività 
finanziarie nei termini e alle scadenze prestabilite 
o che sia in grado di farlo solo sostenendo costi 
addizionali. 
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Rischio di credito È il rischio che una delle parti di uno strumento 
finanziario causi una perdita finanziaria all’altra 
parte non adempiendo a un’obbligazione. 
Rischio di tasso 
d'inflazione 
Rischio connesso al generale rialzo dei prezzi, che 
determina una diminuzione del potere d'acquisto 
della moneta. 
Rischio di default e 
covenant 
Consiste nella possibilità che i contratti di 
finanziamento sottoscritti contengano disposizioni 
che prevedono la facoltà da parte del soggetto 
finanziatore di attivare protezioni contrattuali che 
possono arrivare fino al rimborso anticipato del 
finanziamento al verificarsi di precise circostanze, 
generando così un potenziale rischio di liquidità. 
Rischi connessi al 
rating 
È il rischio connesso al merito di credito, 
assegnato a una società dalle agenzie di rating, 
questo influenza la possibilità di accedere alle 
varie fonti di finanziamento e le condizioni 
economiche di un’azienda;un eventuale 
peggioramento del merito creditizio potrebbe 
costituire una limitazione all’accesso al mercato 
dei capitali e/o un incremento del costo delle fonti 
di finanziamento con conseguenti effetti negativi 
sulla situazione economica, patrimoniale e 
finanziaria. 
Rischi connessi al 
finanziamento degli 
impianti e/o al 
reperimento dei mezzi 
finanziari 
È il rischio connesso al reperimento dei 
finanziamenti necessari o sufficienti per la 
realizzazione dei progetti , dunque è un rischio 
legato al fatto che i finanziamenti potrebbero 
essere reperiti a condizioni economiche peggiori 
anche alla luce dell’attuale situazione del mercato. 
RISCHI OPERATIVI Rischio di interruzione 
di business e 
malfunzionamento 
impianti  
È il rischio di malfunzionamento e di imprevista 
interruzione degli impianti determinati da eventi 
accidentali, non dipendenti dalla volontà 
dell’azienda, che potrebbero causare danni a 
persone, cose o all’ambiente e inoltre 
determinare riduzioni dei ricavi e/o incrementi dei 
costi. 
Rischi relativi al livello 
di servizi al cliente 
Si tratta di rischi legati all’insoddisfazione dei 
clienti che potrebbero causare un deterioramento 
dei risultati. 
Rischi legati ai sistemi 
informativi 
Rischi legati all’adeguatezza dei sistemi informativi 
e all’integrità, all’accuratezza e riservatezza dei 
dati e delle informazioni nonché all’accesso 
autorizzato ai dati trattati. 
Rischi legati a fattori 
climatici 
Il consumo di alcuni prodotti e servizi erogati 
(energia, gas) può essere influenzato dalle 
condizioni climatiche.  
Inoltre i fenomeni di stagionalità potrebbero 
rendere discontinua la produzione si pensi alla 
produzione di energia derivante per esempio da 
fonte eolica o come la mancanza di precipitazioni 
potrebbe portare a un calo della produzione 
idroelettrica. Infine, anche le variazioni climatiche 
permanenti potrebbero avere impatti sul business 
aziendale. 
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Rischi connessi alla 
dipendenza da linee e 
servizi di trasmissione 
operati da terze parti 
Rischi connessi al trasporto e alla distribuzione dei 
propri prodotti e servizi affidati a soggetti terzi. 
Rischio di fornitura  I rischi di fornitura o approvvigionamento sono 
rischi connessi alla possibile interruzione delle 
forniture. 
RISCHI DI 
COMPLIANCE 
Rischio normativo e 
regolatorio 
Le aziende che si trovano ad operare in mercati 
regolamentati o regimi regolati sono soggette a 
tale tipologia di rischio. In quanto il cambiamento 
delle regole di funzionamento dei mercati e dei 
regimi nonché delle prescrizioni e degli obblighi 
che le caratterizzano possono influire 
sull’andamento della gestione e dei risultati. 
Dunque questa tipologia di rischio comprende 
rischi relativi alla costante evoluzione del quadro 
normativo, rischi relativi alla rilascio, rispetto dei 
tempi e/o revoca delle autorizzazioni e rischi 
relativi alle gare per l’assegnazione delle nuove 
concessioni. 
Rischi legati alla salute 
e sicurezza 
Tali rischi sono relativi alla salute e alla sicurezza 
dei lavoratori che potrebbero esporre le aziende a 
significativi costi derivanti dal mancato rispetto 
delle normative, dal rimborso di eventuali danni e 
potrebbero inoltre far scaturire rischi di 
reputazione e immagine verso l’opinione pubblica 
e gli investitori.  
Rischi ambientali Rischi derivanti dallo svolgimento di attività che 
potrebbero causare danni all’ambiente tali da 
esporre l’azienda a possibili sanzioni da parte delle 
Autorità competenti. 
Rischi per controversie 
legali 
Rischi derivanti da controversie e contenziosi in 
corso a carico dell’azienda. 
RISCHI 
STRATEGICI 
Rischi connessi a 
Iniziative strategiche e 
di Piano Industriale 
Rischi derivanti da decisioni strategiche errate o 
dall’implementazione non efficace delle iniziative 
strategiche che potrebbero compromettere il 
raggiungimento degli obiettivi. 
Rischi relativi allo 
sviluppo di 
competenze 
professionali 
Rischi connessi alla gestione e allo sviluppo delle 
competenze professionali. La presenza di risorse 
umane non adeguate al perseguimento delle 
politiche di sviluppo potrebbe ostacolare il 
raggiungimento degli obiettivi aziendali. 
Rischi reputazionali e/o 
di accettazione degli 
impianti da parte della 
popolazione 
Rischi connessi al mantenimento della fiducia e 
dell’immagine positiva dell’azienda da parte degli 
stakeholder. 
 Dunque nel momento dell’installazione di nuovi 
impianti è necessario che questi siano accettati da 
parte della popolazione e delle associazioni locali 
interessate altrimenti si potrebbero avere effetti 
negativi sulla strategia di investimento e 
conseguentemente sulla situazione economica, 
patrimoniale e finanziaria, nonché sull’immagine 
aziendale. 
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Rischi connessi alla 
pressione competitiva 
e alla disponibilità dei 
siti di installazione 
Rischi relativi ad un crescente grado di 
competitività e concorrenza derivante 
dall’ingresso di nuovi operatori e dallo sviluppo di 
mercati organizzati, favoriti da politiche di 
liberalizzazione e deregolamentazione.  
RISCHI LEGATI 
ALL'AMBIENTE 
ESTERNO DEL 
SETTORE DI 
RIFERIMENTO 
Rischio legato al 
contesto 
macroeconomico 
Rischio legato ai cicli congiunturali e alle 
condizioni economiche generali dei Paesi in cui 
l’azienda opera. Un rallentamento dell’economia 
potrebbe determinare un calo dei consumi e della 
domanda da parte della clientela. 
Rischio Paese Rischio dovuto al fatto che l’azienda opera in 
mercati internazionali e pertanto comprende 
l’insieme di rischi derivanti dalle differenze di tipo 
politico, economico, sociale, normativo e 
finanziario, rispetto al Paese di origine. 
Rischi legati 
all’innovazione 
tecnologica 
Rischi legati al fatto che la tecnologia utilizzata 
non sia tale da permettere un funzionamento 
costantemente efficace ed efficiente nel tempo 
rispetto alle innovazioni e alle evoluzioni 
competitive e normative. 
 
 
4.4 I RISULTATI DELL’ANALISI 
 
Analizzando i Modelli di informativa sui rischi elaborati per ciascuna 
società si è rilevato che i rischi più diffusi nelle società operanti nel settore dei 
Servizi Pubblici sono per il 50,97% i rischi finanziari, per il 17,42% i rischi 
operativi e i rischi di compliance, per il 9,03% i rischi strategici e per il 
5,16% i rischi legati all’ambiente esterno del settore di riferimento.  
Nella tabella 3 è possibile trovare un riepilogo dei risultati rilevati e nella 
figura 7 il grafico dell’analisi complessiva dei rischi. 
 
Tabella 3  RISULTATI DELL'ANALISI 
CATEGORIA RISCHI     
RISCHI FINANZIARI 79 50,97% 
RISCHI OPERATIVI 27 17,42% 
RISCHI DI COMPLIANCE 27 17,42% 
RISCHI STRATEGICI 14 9,03% 
RISCHI LEGATI ALL'AMBIENTE ESTERNO DEL SETTORE DI 
RIFERIMENTO 8 5,16% 
TOTALE 155 100% 
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Scendiamo ora nel dettaglio per comprendere meglio i risultati esposti, in 
modo da individuare la percentuale di incidenza di ciascuna tipologia di rischio 
per la categoria di rischio considerata (Rischi finanziari, rischi operativi, rischi 
di compliance, rischi strategici, rischi legati all’ambiente esterno del settore di 
riferimento). 
 
 
 
 
 
 
 
 
 
RISCHI FINANZIARI 
50,97% 
RISCHI OPERATIVI 
17,42% 
RISCHI DI 
COMPLIANCE 
17,42% 
RISCHI STRATEGICI 
9,03% 
RISCHI LEGATI 
ALL'AMBIENTE 
ESTERNO DEL 
SETTORE DI 
RIFERIMENTO 
5,16% 
Figura 7  ANALISI COMPLESSIVA DEI RISCHI 
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4.4.1 ANALISI DEI RISCHI FINANZIARI 
 
 
La tabella 4 mostra un immediata rappresentazione delle varie tipologie 
di rischio che sono state raggruppate nella categoria dei rischi finanziari.  
 
Tabella 4  ANALISI DEI RISCHI FINANZIARI 
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A2A          
ACEA          
ACSM-AGAM          
ALERION 
CLEANPOWER 
        
ASCOPIAVE          
EDISON          
ENEL          
ENEL GREEN 
POWER 
         
ERGYCAPITAL          
FALCK 
RENEWABLES 
        
HERA          
IREN          
K.R. ENERGY         
SNAM          
TERNA          
TERNIENERGIA         
TOTALE 16 9 9 16 16 1 3 4 5 
 
112 
 
Sulla base di questi dati è stato costruito un grafico rappresentato nella 
figura 8. 
 
Figura 8  GRAFICO DEI RISCHI FINANZIARI 
 
 
Dall’analisi dei dati emerge che i rischi a cui sono maggiormente esposte 
le società selezionate sono il rischio di tasso di interesse (20,25%), rischio di 
credito (20,25%), il rischio di liquidità (20,25%), a seguire il rischio di prezzo124 
(11,39%) e il rischio di cambio (11,39%). Poi troviamo le altre tipologie di rischio 
ossia rischi connessi al finanziamento degli impianti e/o al reperimento dei 
mezzi finanziari (6,33%), rischio connessi al rating (5,06%), rischio di default e 
covenant (3,80%) e infine il rischio di tasso di inflazione (1,27%). 
Analizziamo a titolo esemplificativo il Modello di informativa sui rischi 
finanziari elaborato per il gruppo Snam125 per poter comprendere quali sono i 
presidi comunicati dalla stessa società per mitigare tali tipologie di rischio. 
                                                 
124
 Il rischio di prezzo è riferito principalmente alle oscillazioni dei prezzi di mercato delle 
materie prime.  
125
 Snam è un gruppo integrato che presidia le attività regolate del settore del gas. Snam è leader 
in Europa nella realizzazione e gestione integrata delle infrastrutture del gas naturale. A livello 
europeo Snam è uno dei principali operatori in termini di capitale investito ai fini regolatori. In 
Italia, in qualità di gruppo integrato delle infrastrutture del gas, l’azienda si occupa di trasporto 
e dispacciamento, rigassificazione, distribuzione e stoccaggio di gas naturale attraverso quattro 
società operative, controllate al 100% da Snam SpA: Snam Rete Gas, GNL Italia, Italgas e Stogit.  
Con oltre 6.000 dipendenti, persegue un modello di crescita sostenibile finalizzato alla creazione 
di valore per tutti gli stakeholder. Snam si pone l'obiettivo strategico di incrementare la 
sicurezza e la flessibilità del sistema oltreché di soddisfare le esigenze legate allo sviluppo della 
domanda di gas. Cfr. http://www.snam.it/it/chi-siamo/. 
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11,39% 
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Rischio di cambio 
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Rischio di liquidità 
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Rischio di tasso d'inflazione 
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Rischi connessi al finanziamento degli impianti e/o al reperimento 
dei mezzi finanziari 
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La figura 9 è un estratto della Relazione sulla gestione del gruppo Snam 
in cui si delinea il Sistema di controllo interno e gestione dei rischi. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Nel 2013 Snam ha istituito, alle dirette dipendenze dell’Amministratore Delegato, 
l’unità Enterprise Risk Management (ERM) al fine di presidiare il processo di gestione 
integrata dei rischi aziendali per tutte le società del Gruppo. I principali obiettivi dell’ERM 
riguardano la definizione di un modello di valutazione dei rischi che consenta di 
individuare gli stessi secondo logiche omogenee e trasversali, di identificare i rischi 
prioritari, nonché di garantire il consolidamento delle azioni di mitigazione e l’elaborazione 
di un sistema di reporting. 
La responsabilità del Sistema di Controllo Interno e di Gestione dei Rischi in Snam 
compete al Consiglio di Amministrazione (C.d.A.), che provvede, con il Comitato Controllo 
e Rischi, a svolgere un ruolo di indirizzo e valutazione dell’adeguatezza del sistema, 
individuando nell’AD di Snam l’amministratore incaricato dell’istituzione e del 
mantenimento di un efficace sistema di controllo interno e di gestione dei rischi. Il Collegio 
Sindacale e l’Organismo di Vigilanza vigilano, secondo competenza, sull’efficacia del 
Sistema. 
La gestione dei rischi in Snam si articola nei seguenti tre livelli di controllo interno: 
 Primo Livello: identificazione, valutazione e monitoraggio dei rischi di 
competenza, nell’ambito dei singoli processi di Gruppo. All’interno di tale livello 
sono collocate le funzioni del Gruppo owner dei singoli rischi, responsabili della 
loro identificazione, misurazione e gestione, oltre che dell’implementazione dei 
necessari controlli. 
 Secondo Livello: (i) monitoraggio dei principali rischi al fine di assicurare 
l’efficacia e l’efficienza: (a) della gestione e del trattamento degli stessi; (b) 
dell’adeguatezza e dell’operatività dei controlli posti a presidio dei principali rischi; 
(ii) supporto al primo livello nella definizione ed implementazione di adeguati 
sistemi di gestione dei principali rischi e dei relativi controlli. All’interno di tale 
livello operano le funzioni di staff del Gruppo preposte al coordinamento e alla 
gestione dei principali sistemi di controllo. 
 Terzo Livello: assurance indipendente e obiettiva sull’adeguatezza ed effettiva 
operatività del primo e secondo livello di controllo e in generale sulle modalità 
complessive di gestione dei rischi. Tale attività è svolta dall’Internal Audit, le cui 
attività sono indirizzate e guidate dalle “Linee di Indirizzo” definite e approvate dal 
C.d.A. di Snam. 
 
SNAM 
Figura 9  IL SISTEMA DI CONTROLLO INTERNO E DI GESTIONE DEI RISCHI DI SNAM   
Estratto Relazione sulla gestione Snam 2013 
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I rischi finanziari comunicati e individuati nel gruppo Snam sono: 
 Il rischio di tasso di interesse: 
DESCRIZIONE  
RISCHIO DI TASSO DI INTERESSE 
PRESIDI 
Le oscillazioni dei tassi di interesse influiscono sul 
valore di mercato delle attività e delle passività 
finanziarie dell’impresa e sul livello degli oneri 
finanziari netti. 
L’obiettivo di Risk Management di Snam è 
l’ottimizzazione del rischio di tasso d’interesse 
nel perseguimento degli obiettivi definiti e 
approvati nel piano finanziario. Il Gruppo Snam 
adotta un modello organizzativo di 
funzionamento di tipo accentrato.   
Le strutture di Snam, in funzione di tale modello, 
assicurano la coperture dei fabbisogni, tramite 
l’accesso ai mercati finanziari, e l’impiego dei 
fondi, in coerenza con gli obiettivi approvati, 
garantendo il mantenimento del profilo di rischio 
entro i limiti definiti. Al 31 dicembre 2013 
l’indebitamento finanziario risulta a tasso fisso 
per il 64% (49% a fine 2012) e a tasso variabile 
per il restante 36% (51% a fine 2012). 
 
 Il Rischio di cambio: 
DESCRIZIONE  
RISCHIO DI CAMBIO 
PRESIDI 
L’esposizione di Snam al rischio di variazioni dei 
tassi di cambio è relativa al rischio di cambio sia di 
tipo “transattivo” (Transation Risk) che di tipo 
“traslativo” (Traslation risk).  
Il rischio di cambio “transattivo” è generato dalla 
conversione di crediti (debiti) commerciali o 
finanziari in valute diversa da quella funzionale ed 
è riconducibile all’impatto di fluttuazioni 
sfavorevoli dei tassi di cambio tra il momento in 
cui si genera la transazione e il momento del suo 
perfezionamento (incasso/pagamento).  
Il rischio di cambio traslativo è rappresentato da 
fluttuazioni dei tassi di cambio di valute diverse 
rispetto alla valuta di consolidamento (Euro) che 
possono comportare variazioni nel patrimonio 
netto consolidato. 
L’obiettivo di Risk Management di Snam è la 
minimizzazione del rischio di cambio transattivo, 
anche attraverso l’utilizzo di strumenti finanziari 
derivati. (In particolare si utilizza un contratto 
derivato di copertura Cross Currency Swap) 
 
 Il rischio di liquidità: 
DESCRIZIONE  
RISCHIO DI LIQUIDITÀ 
PRESIDI 
Il rischio liquidità rappresenta il rischio che, a 
causa dell’incapacità di reperire nuovi fondi 
(funding liquidity risk) o di liquidare attività sul 
mercato (asset liquidity risk), l’impresa non riesca 
a far fronte ai propri impegni di pagamento 
determinando un impatto sul risultato economico 
nel caso in cui l’impresa sia costretta a sostenere 
costi addizionali per fronteggiare i propri impegni 
o, come estrema conseguenza, una situazione di 
insolvibilità che pone a rischio l’attività aziendale. 
L’obiettivo di Risk Management di Snam è quello 
di porre in essere una struttura finanziaria che, in 
coerenza con gli obiettivi di business, garantisca 
un livello di liquidità adeguato per il Gruppo, 
minimizzando il relativo costo opportunità e 
mantenga un equilibrio in termini di durata e di 
composizione del debito. 
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 Il rischio di credito: 
DESCRIZIONE  
RISCHIO DI CREDITO 
PRESIDI 
Il rischio credito rappresenta l’esposizione della 
società a potenziali perdite derivanti dal mancato 
adempimento delle obbligazioni assunte dalle 
controparti. Il mancato o ritardato pagamento dei 
corrispettivi dovuti potrebbe incidere 
negativamente sui risultati economici e 
sull’equilibrio finanziario di Snam. 
Relativamente al rischio di inadempienza della 
controparte in contratti di natura commerciale, la 
gestione del credito è affidata alla responsabilità 
delle unità di business e alle funzioni accentrate 
di Snam dedicate, ivi comprese le attività 
connesse al recupero crediti e all’eventuale 
gestione del contenzioso. A livello di Corporate 
sono definiti gli indirizzi e le metodologie per la 
quantificazione e il controllo della rischiosità del 
cliente. Le regole per l’accesso dei Clienti ai 
servizi offerti sono stabilite dalla Autorità per 
l’Energia Elettrica e il Gas e sono previste nei 
codici di Rete, ovvero in documenti che 
stabiliscono, per ciascuna tipologia di servizio, le 
norme che regolano i diritti e gli obblighi dei 
soggetti coinvolti nel processo di erogazione dei 
servizi stessi, e dettano clausole contrattuali che 
riducono i rischi di inadempienza da parte dei 
clienti. 
La disciplina regolatoria, ha altresì previsto 
specifiche clausole al fine di garantire la 
neutralità del responsabile dell’attività di 
Bilanciamento, attività svolta a partire dal 1 
dicembre 2011 da Snam Rete Gas in qualità di 
impresa maggiore di trasporto. 
 
 Il rischio di default e covenant: 
DESCRIZIONE  
RISCHIO DI DEFAULT E COVENANT 
PRESIDI 
Il rischio di default consiste nella possibilità che i 
contratti di finanziamento sottoscritti contengano 
disposizioni che prevedono la facoltà da parte del 
soggetto finanziatore di attivare protezioni 
contrattuali che possono arrivare fino al rimborso 
anticipato del finanziamento al verificarsi di 
precise circostanze, generando così un potenziale 
rischio di liquidità. 
Nel 2013 tutte le verifiche relative ai financial 
covenant contrattualmente previsti hanno 
confermato il rispetto degli stessi. 
 
 I rischi connessi al rating: 
DESCRIZIONE  
RISCHI CONNESSI AL RATING 
Con riferimento al debito a lungo termine di Snam, in data 18 febbraio 2014, Moody’s ha confermato 
il rating di Baa1, innalzando l’outlook da negativo a stabile. La revisione fa seguito ad analoga 
decisione adottata il 14 febbraio sul debito sovrano italiano. In data 11 luglio 2013 l’agenzia di rating 
Standard & Poor’s ha declassato di un notch il rating sul debito lungo termine di Snam, che passa da 
A- a BBB+. L’azione fa seguito al declassamento di un notch del rating sul debito sovrano della 
Repubblica Italiana deciso il 9 luglio 2013 (da BBB+ a BBB outlook negativo). Il rating a lungo termine 
di Snam si posiziona un notch sopra quello della Repubblica Italiana.  
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4.4.2 ANALISI DEI RISCHI OPERATIVI 
 
 
La tabella 5 mostra un immediata rappresentazione delle varie tipologie 
di rischio che sono state raggruppate nella categoria dei rischi operativi.  
 
Tabella 5  ANALISI DEI RISCHI OPERATIVI 
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DI ANALISI 
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A2A 
        
ACEA 
         
ACSM-AGAM 
       
ALERION 
CLEANPOWER         
ASCOPIAVE 
        
EDISON 
         
ENEL 
       
ENEL GREEN 
POWER         
ERGYCAPITAL 
         
FALCK 
RENEWABLES         
HERA 
         
IREN 
         
K.R. ENERGY 
       
SNAM 
        
TERNA  
        
TERNIENERGIA 
         
TOTALE 12 1 4 7 1 2 
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Sulla base dei dati su riportati è stato costruito un grafico rappresentato 
nella figura 10. 
 
Figura 10  GRAFICO DEI RISCHI OPERATIVI 
 
 
Dall’analisi emerge che i rischi operativi a cui sono maggiormente esposte 
le società selezionate sono innanzitutto il rischio di interruzione di business e 
malfunzionamento impianti (44,44%), a seguire i rischi legati a fattori climatici 
(25,95%), i rischi legati ai sistemi informativi (14,81%), il rischio di fornitura 
(7,41%) e infine i rischi relativi al livello di servizi al cliente (3,70%) e rischi 
connessi alla dipendenza da linee e servizi di trasmissione operati da terze parti 
(3,70%). 
Analizziamo a titolo esemplificativo il Modello di informativa sui rischi 
operativi elaborato per il gruppo A2A126 per poter comprendere quali sono i 
presidi comunicati dalla stessa società per mitigare tali tipologie di rischio. 
 
                                                 
126 Il Gruppo A2A è nato nel 2008 dalla volontà di creare una multiutility di dimensioni coerenti 
con le sfide dettate dalla progressiva apertura dei mercati dei servizi, mantenendo un rapporto 
stretto e particolare con il territorio e il sistema di relazioni che lo contraddistingue. Il Gruppo 
A2A è: 
- il secondo operatore elettrico italiano con oltre 10 mila Mw di capacità installata; 
- tra i protagonisti nel settore ambientale, con circa 2,5 milioni di tonnellate di rifiuti 
trattati dei quali oltre la metà utilizzati per produrre energia elettrica; 
- è tra i principali operatori in Italia nel settore del teleriscaldamento con 2.382 GWht 
venduti ai clienti finali, e nel settore del gas, con oltre 2 miliardi di metri cubi distribuiti;  
- nel 2013 il gruppo ha registrato un fatturato di 5,6 miliardi di euro. 
Cfr. http://www.a2a.eu/it/societa/profilo.html  
 
44,44% 
3,70% 
14,81% 
25,93% 
3,70% 
7,41% 
Rischio di interruzione di business e 
malfunzionamento impianti 
Rischi relativi al livello di servizi al cliente 
Rischi legati ai sistemi informativi 
Rischi legati a fattori climatici 
Rischi connessi alla dipendenza da linee e 
servizi di trasmissione operati da terze parti 
Rischio fornitura  
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La figura 11 è un estratto della Relazione sulla gestione del gruppo A2A 
in cui si delinea il Sistema di controllo interno e gestione dei rischi. 
 
I rischi operativi comunicati e individuati nel gruppo A2A sono: 
 Il rischio di interruzione di business e malfunzionamento impianti: 
 
DESCRIZIONE  
RISCHIO DI INTERRUZIONE DI BUSINESS 
PRESIDI 
Il Gruppo è esposto al rischio derivante da 
interruzioni di attività degli impianti o di criticità 
nella gestione della manutenzione/prevenzione di 
questi eventi. Tali scenari rappresentano una 
criticità tipica per il settore di riferimento. Inoltre, 
sono considerati come fattori di rischio anche gli 
eventi estremi o eccezionali (ad esempio: 
terremoti, alluvioni frane, incendi e azioni 
terroristiche) che possono influire sulla capacità 
produttiva/operativa del Gruppo. 
Questo rischio viene presidiato con l'adozione e il 
continuo aggiornamento di procedure di 
manutenzione programmata, sia ordinaria che 
preventiva, di revisione periodica degli impianti e 
delle reti, nonché con l’erogazione di corsi di 
formazione specifica. È inoltre ampiamente 
diffuso il ricorso a strumenti di controllo e 
telecontrollo dei parametri tecnici (in grado di 
consentire l’adeguato monitoraggio e la 
tempestiva rilevazione delle eventuali anomalie), 
oltre che, ove possibile, alla ridondanza delle 
componenti necessarie a garantire la continuità 
dei processi produttivi. 
 
Figura 11  IL SISTEMA DI CONTROLLO INTERNO E DI GESTIONE DEI RISCHI DI A2A   
Estratto Relazione sulla gestione A2A 2013 
 
 
Il Gruppo A2A si è dotato di un processo di assessment e reporting dei rischi 
ispirato alla metodologia dell’Enterprise Risk Management del Committee of Sponsoring 
Organizations of the Treadway Commission (CoSO report), alle best practice in ambito 
Risk Management ed in compliance con il Codice di Autodisciplina(..). 
Il processo prevede la definizione di un modello dei rischi che tiene conto delle 
caratteristiche del Gruppo, della sua vocazione multi-business e del settore di 
appartenenza. Tale modello, operativo già dal 2010, non è un riferimento statico ma è 
soggetto ad aggiornamenti periodici in coerenza con l’evoluzione del Gruppo e del contesto 
nel quale opera. La metodologia adottata è inoltre caratterizzata dalla periodica rilevazione 
dei principali rischi cui il Gruppo è soggetto. In tale ottica viene effettuato il processo di 
assessment che, attraverso il coinvolgimento di tutte le strutture aziendali, permette di 
determinare i rischi maggiormente rilevanti, i relativi presidi ed i piani di mitigazione. In 
questa fase risulta essenziale il coinvolgimento dei risk owner attraverso modalità 
operative che consentono di individuare in modo chiaro i rischi che li riguardano, le 
relative cause e le modalità di gestione. 
Nel corso del 2013 il Gruppo ha proseguito il piano di sviluppo pluriennale che, 
facendo leva su un approccio modulare e sull’affinamento delle esperienze e dei metodi di 
analisi utilizzati, mira da un lato ad evolvere ulteriormente la metodologia di assessment 
con particolare riferimento al consolidamento nel processo delle azioni di mitigazione, 
dall’altro a sviluppare ed integrare nei processi aziendali le attività di gestione dei rischi. 
Tale processo di evoluzione è svolto in coerenza con la graduale crescita della 
consapevolezza del Management e delle strutture aziendali relativamente alle tematiche di 
gestione del rischio, anche attraverso specifico supporto formativo fornito dal Risk 
Management. 
 
A2A 
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 I rischi relativi al livello di servizi al cliente: 
 
DESCRIZIONE  
RISCHI RELATIVI AL  
LIVELLO DI SERVIZI AL CLIENTE 
PRESIDI 
Si tratta di rischi legati all’insoddisfazione delle 
aspettative dei clienti nell’ambito dell’attività 
commerciale, con possibili conseguenze in termini 
di perdita di quote di mercato e deterioramento 
dei risultati. 
Il Gruppo presidia questi rischi attraverso 
processi e procedure costantemente aggiornati, 
piani di formazione del personale dedicato alle 
attività di vendita, costante analisi dei reclami 
della clientela e attuazione dei relativi interventi 
correttivi, collaborazione attiva con Associazioni 
dei consumatori. 
 
 I rischi legati a fattori climatici: 
 
DESCRIZIONE  
RISCHI LEGATI A FATTORI CLIMATICI 
PRESIDI 
Il consumo di prodotti e servizi erogati dal Gruppo 
(energia, teleriscaldamento) può essere 
influenzato negativamente dalle condizioni 
climatiche. La mancanza di precipitazioni potrebbe 
inoltre portare a un calo della produzione 
idroelettrica. Infine, variazioni climatiche 
permanenti potrebbero avere impatti di business 
che devono essere adeguatamente anticipati. 
Il presidio di questo rischio è demandato a 
specifiche unità aziendali dedicate 
all’elaborazione di modelli ingegneristici a 
supporto della programmazione degli impianti 
idroelettrici, nonché alla gestione/ottimizzazione 
della produzione/fornitura di calore, anche in 
relazione all’andamento della domanda. 
 
 I rischi legati ai sistemi informativi: 
 
DESCRIZIONE  
RISCHI LEGATI AI SISTEMI INFORMATIVI 
PRESIDI 
L’infrastruttura informatica potrebbe risultare 
inadeguata, con riferimento alle esigenze sia 
attuali che prospettiche, e non in grado di 
supportare in modo efficiente le attività di 
business. Inoltre, esiste un rischio legato alla 
completezza, all’accuratezza e all’accesso 
autorizzato ai dati trattati. 
Tale rischio è presidiato con l’utilizzo di 
infrastrutture tecnologiche ridondate, in grado di 
garantire la continuità del servizio in caso di 
possibili guasti o eventi non previsti, e con la 
presenza di sistemi di Disaster Recovery. Sono 
inoltre operative specifiche policy che regolano 
l’accesso alle informazioni, nonché sistemi 
informatici di controllo degli accessi e di 
prevenzione di eventuali attacchi esterni. 
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4.4.3 ANALISI DEI RISCHI DI COMPLIANCE 
 
 
La tabella 6 mostra un immediata rappresentazione delle varie tipologie 
di rischio che sono state raggruppate nella categoria dei rischi di compliance.  
 
Tabella 6  ANALISI DEI RISCHI DI COMPLIANCE 
CAMPIONE 
DI ANALISI 
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A2A     
ACEA     
ACSM-AGAM     
ALERION 
CLEANPOWER 
    
ASCOPIAVE     
EDISON     
ENEL     
ENEL GREEN 
POWER 
    
ERGYCAPITAL     
FALCK 
RENEWABLES 
   
HERA     
IREN     
K.R. ENERGY     
SNAM     
TERNA     
TERNIENERGIA    
TOTALE 15 4 5 3 
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Sulla base dei dati su riportati è stato costruito un grafico rappresentato 
nella figura 12. 
 
Figura 12  GRAFICO DEI RISCHI DI COMPLIANCE 
 
 
Dall’analisi emerge che i rischi di compliance a cui sono maggiormente 
esposte le società selezionate sono innanzitutto il rischio normativo e 
regolatorio (55,56%), a seguire i rischi ambientali (18,52%), i rischi legati alla 
salute e sicurezza (14,81%) e i rischi per controversie legali (11,11%). 
Analizziamo a titolo esemplificativo il Modello di informativa sui rischi di 
compliance elaborato per il gruppo Agsm-Agam127 per poter comprendere quali 
sono i presidi comunicati dalla stessa società per mitigare tali tipologie di 
rischio. 
 
                                                 
127
 Acsm-Agam S.p.A. è nata nel 2009 con l'operazione di fusione per incorporazione di Agam 
S.p.A. in Acsm S.p.A.. Nascono entrambe come aziende municipali per la gestione dei servizi di 
pubblica utilità nei Comuni di Monza e di Como.  
Il Gruppo è attivo nel campo della vendita di gas e di energia elettrica, della distribuzione di gas, 
della distribuzione di acqua e fognatura, della cogenerazione e del teleriscaldamento, della 
gestione calore, della termovalorizzazione dei rifiuti. Nel corso degli anni le attività, in 
particolare quelle nei settori della distribuzione e della vendita del gas, si sono estese in modo 
progressivo dai territori dei Comuni di Monza e di Como ad altri Comuni in Lombardia, Veneto 
e Friuli Venezia Giulia. Cfr. http://www.acsm-agam.it/profilo-societa. 
 
55,56% 
14,81% 
18,52% 
11,11% Rischio normativo e regolatorio 
Rischi legati alla salute e 
sicurezza 
Rischi ambientali 
Rischi per controversie legali 
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La figura 13 è un estratto della Relazione sul governo societario e gli 
assetti proprietari del gruppo Acsm-Agam in cui si delinea il Sistema di 
controllo interno e gestione dei rischi. 
 
 
 
 
 
 
 
 
 
Il Sistema di Controllo Interno (“SCI”) rappresenta un elemento essenziale della 
corporate governance del Gruppo ACSM-AGAM. 
Esso è costituito dall’insieme di attività, processi, procedure, regole di comportamento e 
strutture organizzative, finalizzato a consentire, attraverso un adeguato processo di 
identificazione, misurazione, gestione e monitoraggio dei principali rischi, una conduzione 
dell’impresa sana, corretta e coerente al fine di fornire la “ragionevole certezza” circa il 
conseguimento delle diverse tipologie di obiettivi aziendali. 
Diversi sono gli “attori” del SCI, considerando che lo stesso coinvolge tutto il 
personale e tutte le attività aziendali. Il Consiglio di Amministrazione è responsabile del 
disegno del SCI e di valutarne la sua adeguatezza, il sovrintendente al SCI è responsabile 
della sua implementazione operativa in tutto il Gruppo ACSM-AGAM, mentre il Comitato 
Controllo e Rischi (“CCR”) assiste il Consiglio di Amministrazione nell’adempimento dei 
propri compiti, in particolare nel processo di valutazione dello stesso. 
La responsabilità di mantenere un adeguato livello del SCI è di tutti i dipendenti, in 
particolare dei dirigenti, con particolare riferimento ai responsabili di 
funzione/direzione/divisione e vertice aziendale, con livelli diversi a seconda della 
responsabilità ricoperta da ciascuno. 
Il SCI è non solo il corpus delle procedure interne aziendali, ma un vero e proprio 
“sistema” organico che richiede un adeguato disegno e un monitoraggio continuo, nonché 
valutazioni strutturate periodiche sul suo efficace funzionamento. 
Un efficace ed efficiente SCI, che assicuri programmi e processi di controllo in 
essere, contribuisce a garantire il raggiungimento di alcuni obiettivi aziendali 
fondamentali, in particolare a garanzia della continuità d’impresa del Gruppo ACSM-
AGAM. 
 
Acsm-Agam 
Figura 13  IL SISTEMA DI CONTROLLO INTERNO E DI GESTIONE DEI RISCHI DI ACSM-
AGAM 
Estratto Relazione sul governo societario e gli assetti proprietari del gruppo Acsm-Agam 
2013 
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I rischi di compliance comunicati e individuati nel gruppo Acsm-Agam sono: 
 I rischi relativi al rispetto delle norme vigenti a tutela dell’ambiente, della 
salute e della sicurezza: 
DESCRIZIONE  
RISCHI RELATIVI AL RISPETTO DELLE NORME 
VIGENTI A TUTELA DELL’AMBIENTE, DELLA 
SALUTE E DELLA SICUREZZA 
PRESIDI 
Le attività sono soggette ad autorizzazione e/o 
acquisizione di permessi, che richiedono il rispetto 
delle norme vigenti a tutela dell’ambiente, della 
salute e della sicurezza.  
Per la tutela dell’ambiente, le norme in generale 
prevedono il controllo e il rispetto dei limiti di 
emissione di sostanze inquinanti.  
Il non rispetto delle norme vigenti comporta 
sanzioni di natura penale e/o civile a carico dei 
responsabili e, in alcuni casi di violazione della 
normativa sulla sicurezza, a carico delle Aziende. 
Il Gruppo ha predisposto ed adotta procedure ed 
accorgimenti specifici per la gestione dei fattori 
di rischio che possono influenzare i risultati. 
Nell’ambito di tali procedure ed accorgimenti, il 
Gruppo ha adottato dei Modelli di 
Organizzazione, Gestione e Controllo finalizzati a 
prevenire la commissione dei reati previsti dal 
D.Lgs. 231/2001, e D.Lgs. 81/2008.  
A seguito dell’entrata in vigore della legge 
262/2005 sulla tutela del risparmio, la Società si 
è inoltre dotata di un Modello Organizzativo 262 
finalizzato a definire le regole di governance sul 
corretto funzionamento del sistema di controllo 
contabile adottato che lo stesso Modello 
presidia. Inoltre, la struttura di Corporate 
Governance dell’azienda si ispira ai contenuti del 
Codice di Autodisciplina emanato da Borsa 
Italiana. 
 Il rischio normativo e regolatorio: 
DESCRIZIONE  
RISCHIO NORMATIVO E REGOLATORIO 
PRESIDI 
Il rischio normativo e regolatorio riguarda la 
costante evoluzione normativa in merito alle leggi 
che disciplinano la durata delle concessioni di 
distribuzione del gas e la regolazione tariffaria.  
Si fa riferimento a:  
- Rischi relativi alle gare per l’assegnazione delle 
nuove concessioni di distribuzione del gas; 
- rischi relativi alla sussistenza del diritto dei 
Comuni ad acquisire la proprietà delle reti di 
distribuzione del gas e alla quantificazione del 
rimborso a carico del nuovo gestore;  
- rischi legati alla scadenza delle 
concessioni/affidamenti del servizio idrico ed 
all’eventuale riscatto anticipato delle concessioni 
da parte degli enti concedenti. 
Il Gruppo con l’ausilio di esperti sia interni che 
esterni all’azienda, effettua un costante 
monitoraggio della normativa. 
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4.4.4 ANALISI DEI RISCHI STRATEGICI 
 
La tabella 7 mostra un immediata rappresentazione delle varie tipologie 
di rischio che sono state raggruppate nella categoria dei rischi di strategici.  
Tabella 7  ANALISI DEI RISCHI STRATEGICI 
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A2A     
ACEA     
ACSM-AGAM     
ALERION 
CLEANPOWER 
    
ASCOPIAVE     
EDISON    
ENEL    
ENEL GREEN 
POWER 
    
ERGYCAPITAL     
FALCK 
RENEWABLES 
   
HERA     
IREN    
K.R. ENERGY    
SNAM     
TERNA      
TERNIENERGIA     
TOTALE 5 2 2 5 
125 
 
Sulla base dei dati riportati nella tabella è stato costruito un grafico 
rappresentato nella figura 14. 
 
Figura 14  GRAFICO DEI RISCHI STRATEGICI 
 
 
Dall’analisi emerge che i rischi strategici a cui sono maggiormente 
esposte le società selezionate sono i rischi connessi a Iniziative strategiche e di 
Piano Industriale (35,71%) e i rischi connessi alla pressione competitiva e alla 
disponibilità dei siti di installazione (35,71%), a seguire troviamo i rischi relativi 
allo sviluppo di competenze professionali (14,29%) e i rischi reputazionali e/o di 
accettazione degli impianti da parte della popolazione (14,29%). 
Analizziamo a titolo esemplificativo il Modello di informativa sui rischi 
strategici elaborato per il gruppo Falck Renewables128 per poter comprendere 
quali sono i presidi comunicati dalla stessa società per mitigare tali tipologie di 
rischio. 
La figura 15 è un estratto della Relazione sul governo societario e gli 
assetti proprietari del gruppo Falck Renewables in cui si delinea il Sistema di 
controllo interno e gestione dei rischi. 
                                                 
128
 Falck Renewables produce energia da eolico, solare, biomasse e waste-to-energy ed è 
attualmente presente in Europa (Italia, UK, Francia e Spagna) con circa 762 MW installati. 
Falck Renewables SpA nasce dal consolidamento di tutte le attività di produzione di energia da 
fonti rinnovabili del Gruppo Falck in un’unica Società. Cfr. 
http://www.falckrenewables.com/chi-siamo. 
35,71% 
14,29% 14,29% 
35,71% 
Rischi connessi a Iniziative 
strategiche e di Piano Industriale 
Rischi relativi allo sviluppo di 
competenze professionali  
Rischi reputazionali e/o di 
accettazione degli impianti da parte 
della popolazione 
Rischi connessi alla pressione 
competitiva e alla disponibilità dei 
siti di installazione 
126 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
I rischi strategici comunicati e individuati nel gruppo Falck Renewables sono: 
 I rischi relativi allo sviluppo di competenze professionali: 
 
DESCRIZIONE  
RISCHI RELATIVI ALLO SVILUPPO DI 
COMPETENZE PROFESSIONALI 
PRESIDI 
Alla luce delle conoscenze e delle competenze 
strumentali allo svolgimento delle attività del 
Gruppo, soprattutto con riferimento al Piano 
Industriale che prevede lo sviluppo di nuove 
attività, sono inoltre da rilevare gli aspetti connessi 
alla gestione e sviluppo delle competenze 
professionali di maggior rilievo. 
A presidio di tale potenziale aspetto di rischio, il 
Gruppo attua tra l’altro processi di mappatura e 
analisi delle competenze “chiave” e dei talenti. 
Con riferimento all’Amministratore Delegato e ai 
Direttori Centrali (Key Managers), il Gruppo Falck 
Renewables si impegna a trattenere (retention) il 
management e a incentivarlo al raggiungimento 
di obiettivi ritenuti fondamentali per il Gruppo. 
 
 I rischi connessi alla pressione competitiva: 
 
DESCRIZIONE  
RISCHI CONNESSI ALLA PRESSIONE 
COMPETITIVA 
PRESIDI 
In merito all’evoluzione del contesto in cui il 
Gruppo opera, è opportuno sottolineare inoltre i 
rischi connessi al progressivo mutamento dello 
scenario di mercato delle energie rinnovabili che 
appare caratterizzato da un processo di 
inasprimento competitivo e di graduale riduzione 
dei vantaggi offerti al settore stesso. 
In tale ambito il Gruppo opera un costante 
monitoraggio del mercato e delle evoluzioni 
attese in modo da essere in grado di 
minimizzare, per quanto possibile, gli impatti 
negativi connessi, valutando azioni specifiche 
quali l’evoluzione dei propri strumenti di 
gestione del business o la ricerca di accordi e 
partnership o la diversificazione geografica degli 
investimenti. 
Il Sistema di Controllo adottato dalla Società ha l’obiettivo di contribuire a una 
conduzione dell’impresa coerente con gli obiettivi aziendali definiti dal Consiglio di 
Amministrazione, favorendo l’assunzione di decisioni consapevoli. Esso deve concorrere ad 
assicurare la salvaguardia del patrimonio aziendale, l’efficienza e l’efficacia dei processi 
aziendali, l’affidabilità dell’informazione finanziaria, il rispetto di leggi e regolamenti 
nonché dello statuto sociale e delle procedure interne.  
Il Consiglio di Amministrazione, con l’assistenza del Comitato Controllo e Rischi 
definisce le linee di indirizzo del Sistema di Controllo, in modo che i principali rischi 
afferenti alla Società e alle sue controllate risultino correttamente identificati, nonché 
adeguatamente misurati, gestiti e monitorati, determinando, inoltre, il grado di 
compatibilità di tali rischi con una gestione dell’impresa coerente con gli obiettivi strategici 
individuati e valuta, con cadenza almeno annuale, l’adeguatezza e l’efficacia del Sistema di 
Controllo rispetto alle caratteristiche dell’impresa e al profilo di rischio assunto. 
Nell’ambito di quanto definito dal Consiglio di Amministrazione con le linee di indirizzo e 
della responsabilità affidatagli dal Consiglio medesimo di sovrintendere alla funzionalità 
del Sistema di Controllo, il Consigliere Delegato provvede alla progettazione, realizzazione 
e gestione del Sistema di Controllo, verificandone costantemente l’adeguatezza e l’efficacia.  
 
Falck Renewables 
 
Figura 15  IL SISTEMA DI CONTROLLO INTERNO E DI GESTIONE DEI RISCHI DI FALCK 
RENEWABLES 
Estratto Relazione sul governo societario e gli assetti proprietari del gruppo Falck 
Renewables 2013 
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4.4.5 ANALISI DEI RISCHI LEGATI ALL’AMBIENTE ESTERNO DEL 
SETTORE DI RIFERIMENTO 
 
La tabella 8 mostra un immediata rappresentazione delle varie tipologie 
di rischio che sono state raggruppate nella categoria dei rischi legati 
all’ambiente esterno del settore di riferimento.  
Tabella 8 ANALISI DEI RISCHI LEGATI ALL’AMBIENTE ESTERNO DEL SETTORE DI 
RIFERIMENTO 
CAMPIONE DI 
ANALISI 
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A2A    
ACEA    
ACSM-AGAM    
ALERION 
CLEANPOWER 
   
ASCOPIAVE    
EDISON   
ENEL    
ENEL GREEN 
POWER 
   
ERGYCAPITAL    
FALCK 
RENEWABLES 
  
HERA    
IREN    
K.R. ENERGY    
SNAM    
TERNA     
TERNIENERGIA    
TOTALE 3 3 2 
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Sulla base dei dati riportati nella tabella è stato costruito un grafico 
rappresentato nella figura 16. 
 
Figura 16  GRAFICO DEI RISCHI LEGATI ALL’AMBIENTE ESTERNO DEL SETTORE DI 
RIFERIMENTO 
 
 
 
Dall’analisi emerge che i rischi legati all’ambiente esterno del settore di 
riferimento cui sono maggiormente esposte le società selezionate sono il rischio 
legato al contesto macroeconomico (37,50%) e il rischio Paese (37,50%), a 
seguire i rischi legati all’innovazione tecnologica (25%) 
 
Analizziamo a titolo esemplificativo il Modello di informativa sui rischi 
legati all’ambiente esterno del settore di riferimento elaborato per il gruppo 
Edison129 per poter comprendere quali sono i presidi comunicati dalla stessa 
società per mitigare tali tipologie di rischio. 
                                                 
129
 Edison è uno dei principali operatori italiani dell’energia. Produce, importa e vende energia 
elettrica e idrocarburi (gas naturale e petrolio).  
Le attività di generazione elettrica si concentrano in Italia e Grecia, in entrambi i paesi Edison è 
il secondo produttore elettrico nazionale. Sul fronte idrocarburi, è presente in Italia, Europa, 
Medio Oriente, Africa e Sud America grazie a oltre 100 concessioni e permessi di esplorazione e 
produzione di gas naturale e greggio. Sul mercato finale, opera attraverso Edison Energia, 
società del Gruppo Edison, dedicata alla vendita di energia elettrica e gas naturale ai clienti 
finali.  
Edison è anche attivo nella vendita di servizi e soluzioni di efficienza energetica.  Edison è 
inoltre impegnato nella realizzazione di infrastrutture per l’approvvigionamento di gas verso 
l’Italia e l’Europa e attraverso società controllate gestisce attività regolate 
(trasporto, stoccaggio e distribuzione gas). 
Sui mercati opera con le attività di trading di energia elettrica. Dal 2012 Edison è controllata 
dal gruppo EDF (Electricité de France) che detiene il 99,483% del capitale sociale. Edison è 
37,50% 
37,50% 
25,00% 
Rischio legato al contesto 
macroeconomico 
Rischio Paese 
Rischi legati all'innovazione 
tecnologica 
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La figura 17 è un estratto della Relazione sulla gestione del gruppo 
Edison in cui si delinea il sistema di Risk Management del gruppo. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
                                                                                                                                               
quotata presso Borsa Italiana, con riferimento alle sole azioni di risparmio. Cfr. 
http://www.edison.it/it/profilo . 
 
Gestione del rischio nel gruppo Edison 
 
Enterprise Risk Management 
Edison ha sviluppato un modello integrato di gestione dei rischi che si ispira ai 
principi internazionali dell’Enterprise Risk Management (ERM), in particolare al 
framework COSO (promosso da The Committee of Sponsoring Organizations of the 
Treadway Commission). Lo scopo principale dell’ERM è quello di adottare un approccio 
sistematico all’individuazione dei rischi prioritari dell’azienda, a valutarne anticipatamente 
i potenziali effetti negativi e a intraprendere le opportune azioni per mitigarli. 
A tal fine, Edison si è dotata di un Modello di Rischio Aziendale e di una 
metodologia di risk mapping e risk scoring, che assegna un indice di rilevanza al rischio in 
funzione della valutazione di impatto globale, probabilità di accadimento e livello di 
controllo. 
Con il coordinamento della Direzione Risk Office, i responsabili delle business unit e 
direzioni aziendali individuano e valutano i rischi di competenza attraverso un processo di 
Risk Self Assessment e forniscono una prima indicazione delle azioni di mitigazione ad essi 
associate. I risultati del processo sono successivamente consolidati a livello centrale in una 
mappatura, dove i rischi vengono prioritizzati in funzione dello scoring risultante e 
aggregati per favorire il coordinamento dei piani di mitigazione in un’ottica di gestione 
integrata dei rischi stessi. 
Il Modello di Rischio Aziendale, sviluppato sulla base delle best practice di settore e 
internazionali, ricomprende, in un framework integrato, le tipologie di rischio 
caratterizzanti il business in cui il Gruppo opera, distinguendo i rischi legati all’ambiente 
esterno dai rischi interni di processo e strategici. 
Il processo di Enterprise Risk Management è strettamente legato al processo di 
pianificazione strategica con la finalità di associare il profilo di rischio complessivo del 
Gruppo alla redditività prospettica risultante dal documento di piano/budget. 
I risultati dell’ERM e del Risk Self Assessment sono oggetto di comunicazione a scadenze 
prestabilite in sede di Comitato Controllo e Rischi e Consiglio di Amministrazione, e sono 
utilizzati dalla Direzione Internal Audit come elementi informativi finalizzati alla 
predisposizione di specifici piani di audit risk-based. 
 
Energy Risk Management 
Nell’ambito delle attività di Risk Management, un presidio specifico è dedicato al 
rischio prezzo commodity, cioè al rischio legato alle variazioni dei prezzi dei mercati 
finanziari e fisici nei quali la società opera, in relazione alle materie prime energetiche quali 
energia elettrica, gas naturale, carbone, olio grezzo e prodotti derivati e al relativo tasso di 
cambio. 
 
Edison 
Figura 17  IL SISTEMA DI GESTIONE DEI RISCHI DI EDISON   
Estratto Relazione sulla gestione Edison 2013 
 
130 
 
I rischi legati all’ambiente esterno del settore di riferimento comunicati e 
individuati nel gruppo Edison sono: 
 i rischi legati all’innovazione tecnologica: 
DESCRIZIONE  
RISCHI LEGATI ALL’INNOVAZIONE 
TECNOLOGICA 
PRESIDI 
Cambiamenti radicali nelle tecnologie di 
generazione di energia elettrica esistenti o in corso 
di sviluppo potrebbero rendere alcune tecnologie 
maggiormente competitive rispetto a quelle che 
costituiscono il mix produttivo del Gruppo. 
Al fine di mitigare tale rischio, Edison compie una 
costante attività di monitoraggio dello sviluppo 
di nuove tecnologie, sia nel settore elettrico sia 
idrocarburi. In particolare, le principali attività 
sono concentrate sull’assessment di tecnologie 
innovative nel campo dell’efficienza energetica e 
della generazione da fonti rinnovabili e sui temi 
legati all’utilizzo di materiali avanzati e alle celle 
a combustibile. 
 
 il rischio legato al contesto macroeconomico: 
DESCRIZIONE  
RISCHIO LEGATO AL CONTESTO 
MACROECONOMICO 
PRESIDI 
La domanda di energia elettrica e gas naturale è 
generalmente legata al prodotto interno lordo 
(PIL). A partire dall’ultimo trimestre 2008 e in 
particolare nel corso del 2009, il contesto di crisi 
economica globale si è riflesso in una drastica 
riduzione dei consumi di energia elettrica, solo in 
parte recuperata negli anni 2010 e 2011. Nel corso 
del 2012 e ancor più del 2013 si sono registrate 
pesanti flessioni nei livelli di consumo, che hanno 
riportato la domanda elettrica ad un livello 
comparabile con quello del 2009 rendendo la fase 
di ripresa verso i livelli pre-crisi molto incerta. 
La domanda di gas naturale ha risentito anch’essa 
dell’effetto della crisi economica globale per 
quanto concerne i livelli di consumo registrati a 
partire dal 2009, anno che ha fatto segnare un 
brusco calo rispetto al 2008. Nel corso degli anni 
successivi la domanda di gas naturale ha visto una 
ripresa nel 2010, seguita da nuovi cali nel corso del 
2011 e in particolare del 2012. La tendenza 
negativa degli ultimi anni si è confermata anche 
nel 2013, che è stato caratterizzato da una forte 
riduzione della domanda gas, a causa in 
particolare della contrazione negli usi 
termoelettrici. 
La riduzione nel livello complessivo di domanda di 
energia ha posto una notevole pressione sui 
margini di commercializzazione, dato l’impatto 
negativo in termini di diminuzione dei volumi di 
vendita di energia elettrica e gas naturale da parte 
di Edison. 
Il Gruppo svolge un’attività di monitoraggio sia 
dell’andamento del carico elettrico e dei consumi 
di gas, a cadenza giornaliera, sia dello scenario 
macroeconomico italiano ed internazionale, in 
funzione degli aggiornamenti pubblicati dai 
maggiori istituti di previsione economica-
finanziaria. L’analisi di tali informazioni ha lo 
scopo di evidenziare, con il massimo anticipo, 
possibili andamenti nella domanda di energia 
elettrica e gas e di ottimizzare, di conseguenza, lo 
scenario produttivo. Inoltre, l’adozione di una 
strategia di diversificazione commerciale 
permette di contrastare, entro certi termini, uno 
scenario di mercato avverso. 
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 il rischio Paese: 
DESCRIZIONE  
RISCHIO PAESE 
Il gruppo Edison opera nei mercati internazionali, in particolar modo nell’area balcanica e Sud Est 
Europa, con la presenza di alcune branch estere dedicate alla commercializzazione dell’energia 
elettrica, e in Grecia, dove produce e commercializza energia elettrica in joint venture con il partner 
greco Hellenic Petroleum. Inoltre, il gruppo Edison è attivo nel settore dell’esplorazione e produzione 
di idrocarburi con una presenza particolarmente rilevante in Egitto, come operatore nella produzione 
di gas naturale e petrolio attraverso l’esercizio della concessione offshore di Abu Qir, e più 
limitatamente in altri paesi.  
La presenza in questi mercati internazionali espone il gruppo al cosiddetto “rischio Paese”, vale a dire 
all’insieme di rischi derivanti prevalentemente dalle differenze di tipo politico, economico, sociale, 
normativo e finanziario, rispetto al Paese di origine. 
 
 
 
 
4.5 RIEPILOGO DEI RISULTATI E COMMENTO 
 
 
Riepilogando i risultati del presente lavoro si evidenzia che i rischi a cui 
sono maggiormente esposte le società selezionate operanti nel settore dei Servizi 
Pubblici sono per il 50,97% i rischi finanziari, per il 17,42% i rischi 
operativi e i rischi di compliance, per il 9,03% i rischi strategici e per il 
5,16% i rischi legati all’ambiente esterno del settore di riferimento.  
È interessante notare come alcune tipologie di rischio non sono oggetto, 
se non in minima parte, di informativa si pensi ai rischi di reporting e ai rischi 
reputazionali. 
L’informativa sui rischi e sui presidi contenuta nella relazione sulla 
gestione è prettamente di carattere qualitativo, informazioni quantitative di 
rischio sono state rilevate nella Nota Integrativa ma solo per quanto concerne i 
rischi finanziari.  
Inoltre sono scarse anche le informazioni prospettiche sui rischi 
individuati, ciò potrebbe essere dovuto ai cosiddetti litigation cost ossia la 
possibilità di controversie con gli azionisti spinge i manager da un lato ad 
emettere una maggiore informativa, perché l’eventualità di contenziosi per 
l’emissione di informazioni inadeguate o non tempestive può portare i manager 
a divulgare informazioni,  d’altra parte il rischio di controversie può anche 
disincentivare i manager a produrre informazioni perché queste potrebbero 
essere potenzialmente non corrette, si pensi alle informazioni prospettiche,  e 
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inoltre non è sempre possibile distinguere tra errori dovuti ad eventi non 
prevedibili e quelli invece dovuti a errori intenzionali. 
Inoltre con riferimento ai contenuti dell’informativa sui rischi è stato 
rilevato che spesso dalla descrizione del rischio non si desumono i presidi e i 
sistemi di risk management adottati dalle società per mitigare i rischi 
individuati. 
La predisposizione di un’adeguata informativa sui rischi implica 
importanti benefici sebbene anche dei costi per la società ossia i costi sono legati 
al fatto che le informazioni diffuse possono essere utilizzate da soggetti quali 
concorrenti, autorità fiscale e portare a possibili svantaggi economici per 
l’azienda, mentre passando ai benefici, l’informativa130: 
- consente di ridurre l’asimmetria informativa tra azionisti e management; 
- permette di ottenere potenziali benefici legati alla comunicazione con i 
mercati finanziari ossia allocazione più efficiente dei capitali, valido 
supporto per gli analisti nelle previsioni, riduzione del costo del capitale; 
- rappresenta un valido strumento di accountability e di gestione del 
cambiamento. 
A conclusione dell’analisi svolta, si espongono i suoi principali limiti ossia 
essa: 
- non può essere completamente depurata dalla soggettività di 
interpretazione; 
- è stata condotta analizzando unicamente la relazione sulla gestione, in 
particolare la sezione riferita ai rischi e alle incertezze, integrata con 
informazioni sui rischi reperite dai siti web delle singole società; 
- è riferita al solo esercizio 2013. 
Dunque sebbene i risultati dell’analisi siano positivi nel senso che è stato 
rilevato che le società oggetto del campione di analisi comunicano all’esterno 
quali sono i loro principali rischi, si auspica in futuro un miglioramento 
dell’informativa sui rischi in modo che questa sia costituita non solo da una 
descrizione dei principali rischi a cui esse sono esposte ma anche da una più 
dettagliata indicazione di quelli che sono i presidi e i sistemi di risk 
                                                 
130
 Cfr. ALLEGRINI M., Risk reporting e sistemi di controllo interno. Un’analisi comparata tra 
Italia e Regno Unito, E - book, op. cit., pag. 18. 
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management per fronteggiare i relativi rischi, magari considerando aspetti del 
rischio non solo qualitativi ma anche quantitativi cui associare possibilmente 
degli indicatori di rischio che risulterebbero più utili nelle valutazioni e al lettore 
dell’informativa. 
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Allegato 1  
Esempio di Modello di informativa sui rischi utilizzato per ciascuna delle società oggetto di analisi.   
Il Modello di seguito riportato si riferisce al gruppo Enel. 
CATEGORIA 
RISCHIO 
TIPOLOGIA RISCHI DESCRIZIONE PRESIDI 
Rischi 
finanziari 
Rischio di prezzo 
commodity 
Per la natura del proprio business, il Gruppo è esposto 
alle variazioni dei prezzi di combustibili ed energia 
elettrica, che ne possono influenzare in modo 
significativo i risultati. 
Per mitigare tale esposizione, il Gruppo Enel ha sviluppato una 
strategia di stabilizzazione dei margini che prevede il ricorso alla 
contrattualizzazione anticipata dell’approvvigionamento dei 
combustibili e delle forniture ai clienti finali o a operatori del 
mercato all’ingrosso. Si è dotato, inoltre, di una procedura formale 
che prevede la misurazione del rischio commodity residuo, la 
definizione di un limite di rischio massimo accettabile e la 
realizzazione di operazioni di copertura mediante il ricorso a 
contratti derivati.  
Rischio di cambio 
L’esposizione al rischio di tasso di cambio, espressa 
principalmente nei confronti del dollaro statunitense, 
deriva dalla presenza di flussi di cassa connessi 
all’acquisto e/o alla vendita di combustibili ed energia 
relativi a investimenti in divisa estera, passività 
finanziarie denominate in valuta diversa da quella di 
conto, attività/passività finanziarie valutate al fair value.  
Il Bilancio consolidato è inoltre soggetto al rischio 
cambio insito nei valori di consolidamento delle 
partecipazioni denominate in divise diverse dall’euro 
(rischio traslativo). 
La gestione del rischio di cambio viene perseguita nell’ambito delle 
policy di Gruppo relative alla gestione dei rischi finanziari che 
prevedono la stabilizzazione degli effetti delle variazioni del livello 
dei tassi di cambio con l’esclusione del rischio traslativo. A tal fine, 
il Gruppo ha strutturato processi operativi che garantiscono la 
copertura sistematica delle esposizioni attraverso la definizione e 
l’attuazione di opportune strategie di hedging che tipicamente 
richiedono l’utilizzo di contratti finanziari derivati. 
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Rischio di credito 
Le operazioni commerciali, su commodity e di natura 
finanziaria espongono il Gruppo al rischio di credito, 
inteso come la possibilità che una variazione inattesa del 
merito creditizio di una controparte generi effetti sulla 
posizione creditoria, in termini di insolvenza (rischio di 
default) o di variazioni nel valore di mercato della stessa 
(rischio di spread). 
Allo scopo di perseguire la minimizzazione del rischio di credito, la 
politica generale a livello di Gruppo prevede la valutazione del 
merito di credito delle controparti e il monitoraggio strutturato 
delle esposizioni al rischio, in modo da identificare 
tempestivamente i fenomeni degenerativi della qualità dei crediti 
in essere anche rispetto a valori soglia predefiniti (limiti).  
Rischi 
finanziari 
Rischio di tasso di 
interesse 
La natura dei rischi finanziari cui è esposto il Gruppo è 
tale per cui variazioni nel livello dei tassi di interesse 
possono comportare variazioni in aumento degli oneri 
finanziari netti o variazioni avverse del valore di 
attività/passività finanziarie valutate al fair value. 
L’esposizione del Gruppo Enel al rischio di tasso di 
interesse deriva principalmente dalla volatilità dei flussi 
di interesse connessi all’indebitamento espresso a tasso 
variabile e dalla necessità di rifinanziare il debito in 
scadenza alle mutevoli condizioni di mercato. 
Le politiche di gestione dei rischi sono finalizzate al mantenimento 
del profilo di rischio definito nell’ambito delle procedure formali di 
governance dei rischi di Gruppo, contenendo nel tempo il costo 
della provvista e limitando la volatilità dei risultati. Tale obiettivo 
viene raggiunto attraverso la diversificazione strategica della 
natura delle attività/passività finanziarie e tramite la stipula di 
contratti derivati sui mercati over the counter (OTC). 
Rischio di liquidità 
Il rischio di liquidità è il rischio che il Gruppo, pur 
essendo solvibile, non sia in grado di far fronte 
tempestivamente ai propri impegni, o che sia in grado 
farlo solo a condizioni economiche sfavorevoli a causa di 
fattori legati alla percezione della propria rischiosità da 
parte del mercato o situazioni di crisi sistemica (per es. 
crisi del debito sovrano ecc.). 
Le politiche di gestione di tale rischio sono finalizzate al 
mantenimento di disponibilità liquide sufficienti a far fronte agli 
impegni attesi per un determinato orizzonte temporale senza far 
ricorso a ulteriori fonti di finanziamento, nonché al mantenimento 
di un liquidity buffer prudenziale sufficiente a far fronte a 
eventuali impegni inattesi. Inoltre, Enel persegue una strategia di 
gestione dell’indebitamento che prevede una struttura 
diversificata delle fonti di finanziamento cui ricorre per la 
copertura dei propri fabbisogni finanziari e un profilo di scadenze 
equilibrato. Al fine di garantire l’ottimizzazione della gestione delle 
disponibilità liquide nell’ambito del Gruppo, Enel SpA provvede, 
direttamente e tramite la controllata Enel Finance International, ai 
fabbisogni finanziari delle società del Gruppo attraverso 
l’accentramento dell’accesso al mercato monetario e dei capitali. 
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Rischi connessi al 
rating 
Il merito di credito, assegnato a una società dalle 
agenzie di rating, influenza la sua possibilità di accedere 
alle varie fonti di finanziamento nonché le rispettive 
condizioni economiche; un eventuale peggioramento di 
tale merito creditizio potrebbe, pertanto, costituire una 
limitazione all’accesso al mercato dei capitali e/o un 
incremento del costo delle fonti di finanziamento con 
conseguenti effetti negativi sulla situazione economica, 
patrimoniale e finanziaria. 
Al termine dell’esercizio il rating di Enel è pari a: (i) “BBB” secondo 
Standard & Poor’s con outlook stabile; (ii) “BBB+”, con credit 
watch negativo, secondo Fitch; e (iii) “Baa2”, con outlook negativo 
secondo Moody’s. 
Rischi 
operativi 
Rischi industriali 
relativi al 
malfunzionamento 
degli impianti 
Il malfunzionamento dei propri impianti ed eventi 
accidentali avversi che ne compromettano la 
temporanea funzionalità, possono rappresentare 
ulteriori rischi legati al business del Gruppo. 
Il Gruppo sta estendendo modelli di risk management industriale 
in tutte le Divisioni/Country per poter valutare i rischi in termini 
probabilistici e monetari in modo da caratterizzare ogni singolo 
impianto/rete/progetto con fattori di rischio specifici. Inoltre, sono 
stati sviluppati nuovi modelli per la misurazione dei rischi 
catastrofali. Per quanto riguarda la distribuzione del sistema 
elettrico è stato sviluppato un nuovo approccio alla gestione dei 
rischi tramite l’analisi delle perdite di rete e la gestione dei sistemi 
di distribuzione attiva per garantire la stabilità e la sicurezza del 
sistema elettrico. Invece, nei Paesi in cui Enel ha attività nucleari, è 
attuata una copertura assicurativa per la responsabilità civile 
legata ai rischi derivanti dall’uso e trasporto di combustibile 
nucleare. 
Rischio connesso 
alla continuità degli 
approvvigionamenti 
Il gruppo potrebbe essere esposto a tale tipologia di 
rischio. 
Per mitigare i rischi di interruzione delle forniture di combustibili, il 
Gruppo ha sviluppato una strategia di diversificazione delle fonti di 
approvvigionamento ricorrendo a fornitori dislocati in differenti 
aree geografiche, nonché incentivando la costruzione di 
infrastrutture di trasporto e stoccaggio. 
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Rischi di 
compliance 
Rischi legati alle 
emissioni di CO2 
La normativa comunitaria sul sistema di scambio di 
quote di anidride carbonica (CO2) impone oneri per il 
settore elettrico, che in futuro potranno essere sempre 
più rilevanti. 
Al fine di ridurre i fattori di rischio legati alla normativa in materia 
di CO2, il Gruppo svolge un’attività di presidio dello sviluppo e 
dell’attuazione della normativa comunitaria e nazionale, 
diversifica il mix produttivo a favore di tecnologie e fonti a basso 
tenore di carbonio, con particolare attenzione alle fonti rinnovabili 
e al nucleare, sviluppa strategie che gli consentono di acquisire 
quote a un costo più competitivo, ma soprattutto migliora le 
prestazioni ambientali dei propri impianti incrementandone 
l’efficienza energetica. 
Rischi ambientali  
Il gruppo Enel misura in termini probabilistici 
l’esposizione di ciascun impianto verso tutti i possibili 
comparti ambientali quali aria, acqua, suolo e 
sottosuolo. 
Per mitigare tali rischi, il Gruppo fa ricorso alle migliori strategie di 
prevenzione e protezione, survey tecnologici mirati alla rilevazione 
e al controllo dei rischi. Il rischio residuo viene gestito con il ricorso 
a specifici contratti di assicurazione. 
Rischio regolatorio 
Il Gruppo si trova a operare in mercati regolamentati e il 
cambiamento delle regole di funzionamento di tali 
mercati e regimi nonché le prescrizioni e gli obblighi che 
li caratterizzano possono influire sull’andamento della 
gestione e dei risultati del Gruppo stesso. 
A fronte dei rischi che possono derivare da cambiamenti 
regolatori, si è operato per intensificare i rapporti con gli 
organismi di governo e regolazione locali adottando un approccio 
di trasparenza, collaborazione e proattività nell’affrontare e 
rimuovere le fonti di instabilità dell’assetto regolatorio.  
Rischi 
strategici 
Rischi legati ai 
processi di 
liberalizzazione dei 
mercati 
I mercati energetici nei quali il Gruppo è presente sono 
interessati da processi di progressiva liberalizzazione, 
che viene attuata in diversa misura e con tempistiche 
differenti da Paese a Paese. Il Gruppo, pertanto, è 
esposto a una crescente pressione competitiva 
derivante dall’ingresso di nuovi operatori e dallo 
sviluppo di mercati organizzati. 
Tali rischi sono fronteggiati con una strategia di integrazione lungo 
la catena del valore, con una sempre maggiore spinta 
all’innovazione tecnologica, alla diversificazione e all’espansione 
geografica. In particolare, le azioni poste in essere hanno prodotto 
lo sviluppo di un portafoglio clienti sul mercato libero in una logica 
di integrazione a valle sui mercati finali, l’ottimizzazione del mix 
produttivo migliorando la competitività degli impianti sulla base di 
una leadership di costo, la ricerca di nuovi mercati con forti 
potenzialità di crescita e lo sviluppo delle fonti rinnovabili con 
adeguati piani di investimento in diversi Paesi.  
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Rischi legati 
all’ambiente 
esterno del 
settore di 
riferimento 
Rischio Paese 
I ricavi del Gruppo Enel sono di fonte estera ormai per 
oltre il 50% dell’ammontare totale; la forte 
internazionalizzazione del Gruppo  sottopone Enel 
all’obbligo di considerare e valutare il c.d. “rischio 
Paese”, consistente nei rischi di natura macroeconomica 
e finanziaria, regolatoria e di mercato, geopolitica e 
sociale il cui verificarsi potrebbe determinare un effetto 
negativo sia sui flussi reddituali quanto sulla protezione 
degli asset aziendali. 
Proprio per mitigare questa tipologia di rischio Enel si è dotata di 
un modello di calcolo del rischio paese (del tipo shadow rating) 
capace di monitorare puntualmente il livello di rischio nei paesi del 
proprio perimetro. 
 
Fonte: elaborazione propria sui dati della Relazione sulla gestione del Bilancio Consolidato e Relazione sulla gestione di Enel spa 
riferite all’esercizio 2013. 
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