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Dit onderzoek concentreert zich op Vlaamse en Nederlandse onderwijsinstellingen. Eén van de 
huidige tendensen is de introductie van mobiele apparaten voor schoolactiviteiten over de grenzen 
van het klaslokaal heen. Dit wordt ook wel M-learning genoemd. De recentste ontwikkeling op dit 
vlak, met zijn oorsprong uit de bedrijfswereld, is de ondersteuning van persoonlijke mobiele 
apparaten (Bring Your Own Device) en zelfs applicaties (Bring Your Own Apps). De verzamelnaam 
voor dit geheel noemt men BYOT (Bring Your Own Technology).  
Gezien het voorgaande, werd het noodzakelijk dat de Vlaamse en Nederlandse onderwijsinstellingen 
zich beter bewust worden van BYOT. Dit onderzoek wil een bijdrage leveren aan de verhoging van dit 
bewustzijn en kennis beschikbaar stellen over BYOT in de praktijk van het onderwijs. Daarnaast wil 
het ook een bijdrage leveren aan de wetenschappelijke kennis over BYOT en het toepassen van 
modellen uit het domein “enterprise architectuur” bij dit type organisaties.  
 
De algemene hoofdvraag die in dit onderzoek beantwoord werd, is: “Hoe ziet een algemeen 
toepasbaar inpassingsmodel er uit dat in het onderwijs gebruikt kan worden om BYOT op een 
beheerste manier in te voeren en te beheren?” 
Doorheen het onderzoek werden volgende afgeleide vragen dan voorzien van een antwoord: 
A. Wat is er in de literatuur bekend over BYOT in het onderwijs in combinatie met enterprise 
architectuur?  
B. Op welke wijze kan de context betreffende het gebruik van BYOT in kaart gebracht worden door 
de onderwijsinstelling op architectuurniveau te bekijken? 
C. Als bekend is wat de context is betreffende het gebruik van BYOT, op welke wijze kan BYOT 
beheerst ingevoerd en beheerd worden binnen de onderwijsinstelling?  
D. Hoe ziet een inpassingsmodel er uit en hoe beoordelen de stakeholders de bruikbaarheid van dit 
model op de aspecten gebruikers, techniek, systemen, toepassingen, data en beheer? 
E. Welke conclusies vloeien voort uit het onderzoek? 
Het onderzoek werd uitgevoerd, door eerst vanuit de literatuur te zoeken naar een geschikt 
architectuurraamwerk voor onderwijsinstellingen. Van hieruit kon tijdens de eerste empirische fase, 
middels een online enquête de context in kaart gebracht worden en kon vastgesteld worden in 
hoeverre BYOT speelt in en rond de onderwijsinstellingen. Aan de hand van voorgaande beschrijving 
van de context kon dan, het uit de literatuur gevonden raamwerk verfijnd en ingevuld worden en 
daarna aangevuld worden met ITIL, wat leidde tot een theoretisch inpassingsmodel. Tijdens de 
tweede empirisch fase, kon ten slotte bekeken worden op welke wijze BYOT ingepast en beheerd 
werd binnen de onderwijsinstelling en kon het inpassingsmodel, al dan niet gevalideerd worden.  
Uit wetenschappelijk oogpunt werd, tijdens dit onderzoek, een model gegenereerd, waarbij men 
inzicht verkrijgt in hoe BYOT beheerst kan ingevoerd worden en beheerd worden, gegeven de 
context. Daarnaast kan dit model, uit praktisch oogpunt, achteraf de scholen ondersteunen bij de 








Als algemene conclusie kan gesteld worden dat Vlaamse onderwijsinstellingen (en voor zover 
mogelijk ook de Nederlandse onderwijsinstellingen) BYOT nog niet voor elkaar hebben. Uit de 
analyse van de tweede empirische fase is gebleken dat de onderwijsinstellingen/ 
scholengemeenschappen ofwel nog moeten starten met BYOT, ofwel net in de opstartfase zitten. 
Vanuit de masterclass “Hoe maak je gebruik van tablets voor leren?”, georganiseerd door de Open 
Universiteit Nederland, werd duidelijk dat er interesse is bij vele van de belanghebbenden (zowel uit 
België als Nederland). Dit werd ook bevestigd in dit onderzoek bij de eerst empirische fase naar het 
gebruik van BYOT. Echter werd hierbij ook duidelijk dat BYOT nog maar vrij weinig wordt toegepast 
binnen de onderwijsinstellingen. Hierdoor moet ook nog voor een groot deel invulling gegeven 
worden aan elk onderdeel van het inpassingsmodel. 
Daarnaast wordt ook duidelijk dat sommige ICT-coördinatoren nog steeds weerstand bieden omtrent 
dit onderwerp.  
Helaas moet dus geconcludeerd worden dat het inpassingsmodel op dit moment nog niet 
gevalideerd kan worden.  
Over het Nederlands onderwijs kan geen uitspraak gedaan worden, aangezien maar één 
scholengemeenschap heeft deelgenomen aan dit onderzoek. Maar aangezien de antwoorden vrij 
vergelijkbaar waren met die uit het Belgisch onderwijs, gaat de onderzoeker er van uit dat het 
Nederlandse onderwijs zich in een vergelijkbare toestand zal bevinden. Deze gedachtegang wordt 
versterkt met de vergelijkbare standpunten die werden waargenomen, bij de gegeven reacties, in de 
eerder genoemde masterclass. 
Bij verschillende onderwijsinstellingen wordt echter wel uit hun antwoorden duidelijk dat ze bezig 
zijn de overgang te maken. 
Door de onderwijsinstelling te beschouwen vanop enterprise architectuurniveau beslaat dit 
inpassingsmodel elke laag van de organisatie (onderwijsinstelling) en kreeg elk van deze lagen, 
tijdens het literatuuronderzoek, invulling met elementen die zich reeds bewezen hebben vanuit de 
wetenschap (door middel van eerder uitgevoerde onderzoeken). Dit maakt dat dit inpassingsmodel 
een goed stappenplan zal blijven om, als onderwijsinstelling, met BYOT te kunnen starten. Maar 





Dit onderzoek concentreert zich op Vlaamse en Nederlandse onderwijsinstellingen. Informatie- en 
communicatie-technologie (ICT) levert de laatste jaren steeds nieuwe onderwijs- en 
leerbenaderingen, welke in de traditionele klaslokalen kunnen geïntegreerd worden.  
Eén van de huidige tendensen is de introductie van mobiele apparaten voor schoolactiviteiten over 
de grenzen van het klaslokaal heen. Dit wordt ook wel M-learning genoemd (Shippee & Keengwe, 
2012). De recentste ontwikkeling op dit vlak, afkomstig uit de bedrijfswereld, is de ondersteuning van 
persoonlijke mobiele apparaten (Bring Your Own Device) en zelfs applicaties (Bring Your Own Apps). 
De verzamelnaam voor dit geheel noemt men BYOT (Bring Your Own Technology) (Miller, 2012). De 
ideale situatie is om te komen tot een 1:1 benadering, waarbij elke leerling beschikt over 1 apparaat 
dat zowel binnen als buiten de klasomgeving gebruikt kan worden. Eerdere onderzoeken wereldwijd, 
zoals dat van Bebell & Kay, 2010;  Shippee & Keengwe, 2012; Ferrer, Belvis et al., 2011;  e.d. hebben 
reeds aangetoond dat toepassing van M-learning en 1:1 computing een positieve educatieve impact 
heeft. 
Gezien het voorgaande, werd het noodzakelijk dat de Vlaamse en Nederlandse onderwijsinstellingen 
zich beter bewust worden van BYOT. Dit onderzoek wil een bijdrage leveren aan de verhoging van dit 
bewustzijn en kennis beschikbaar stellen over BYOT in de praktijk van het onderwijs. Daarnaast wil 
het ook een bijdrage leveren aan de wetenschappelijke kennis over BYOT en het toepassen van 
modellen uit het domein “enterprise architectuur” bij dit type organisaties. 
 
Dit kan door in de eerste fase (1ste empirisch gedeelte) de context in kaart te brengen, door op 
architectuurniveau naar de situatie te kijken. Hieruit kan dan vastgesteld worden in hoeverre BYOT 
zal spelen binnen de onderwijsinstelling (= de volwassenheid). 
Aan de hand van voorgaande beschrijving van de context kan dan, tijdens de tweede fase (2de 
empirisch gedeelte), bekeken worden op welke wijze BYOT uiteindelijk kan ingepast en beheerd 
worden binnen de onderwijsinstelling. Uit wetenschappelijk oogpunt wordt hierbij een model 
gegenereerd, waarbij men inzicht verkrijgt in hoe BYOT beheerst kan ingevoerd worden en beheerd 
worden, gegeven de context. Daarnaast kan dit model, uit praktisch oogpunt, achteraf de scholen 
ondersteunen bij de overgang naar deze nieuwe technologie en kan het deze scholen inzicht 
verschaffen in deze problematiek vanuit een brede architectuuroptiek. 
 
Dankzij dit onderzoek wordt getracht om een totaalbeeld te verkrijgen van de verschillende 
onderwijsniveaus (basisonderwijs - middelbaar onderwijs - hoger onderwijs). De hoofdbedoeling is 
om een generiek advies te brengen met eventuele accenten bij de verschillende onderwijsniveaus. 
Het onderzoek dient niet om deze verschillende onderwijsniveaus met elkaar te vergelijken. 
Dit document is verder opgebouwd als volgt: Allereerst wordt in hoofdstuk 3 de probleemstelling 
gedefinieerd, van waaruit duidelijke onderzoeksvragen zijn afgeleid, die in de loop van het onderzoek 
zullen worden beantwoord. In hoofdstuk 4 wordt vervolgens de methode van onderzoek beschreven. 
Op deze wijze wordt voor de lezer duidelijk op welke manier het onderzoek werd uitgevoerd. 
Hoofdstuk 5 vervolgt met de eerste fase van de literatuurstudie, welke, in hoofdstuk 6, aangevuld 
wordt met de eerste empirische fase. Hoofdstuk 7 beschrijft dan de tweede fase van de 




tweede empirische fase. Deze empirische fase wordt in hoofdstuk 8 beschreven. Hoofdstuk 9 
vervolgt met de algemene conclusies die getrokken kunnen worden en aanbevelingen die gedaan 
kunnen worden voor verder onderzoek. Tot slot bevatten hoofdstukken 10 en 11 respectievelijk de 






Uit de literatuur is uit diverse onderzoeken gebleken dat in buitenlandse scholen vaak gebruik wordt 
gemaakt van mobiele apparaten, zoals laptops en tablet PC’s om de onderwijsprocessen te 
ondersteunen. Ook probeert men in deze scholen te gaan naar een 1:1 benadering, waar elke 
leerling of student voorzien wordt met een mobiel apparaat (Ferrer, Belvis et al., 2011; Lim, 2011). 
Op deze manier kunnen de onderwijsprocessen maximaal worden ondersteund. Tot slot is ook in 
vele van deze scholen mobile learning ingevoerd. Mobile learning zijn die leeractiviteiten die kunnen 
verlopen via het internet en op draagbare technologieën, waardoor ze uitgevoerd kunnen worden 
zowel binnen als buiten het “vaste” klaslokaal, op de momenten dat ze nodig zijn (Nyiri, 2002; 
Börner, Gahn et al, 2010; Shippee & Keengwe, 2012). Het gebruik van mobiele apparaten en de 
bijbehorende toepassingen wordt in de bedrijfswereld ook wel Bring Your Own Technology (BYOT) 
genoemd. 
De onderzoeker is tewerkgesteld als ICT-coördinator in het basisonderwijs in Vlaanderen. Vanuit zijn 
persoonlijke werkomgeving enerzijds en vanuit verschillende werkgerelateerde bezoeken aan andere 
onderwijsinstellingen anderzijds, werd het hem duidelijk dat Vlaamse onderwijsinstellingen op dit 
gebied achterlopen t.o.v. de buitenlandse scholen. Een eerste stap in deze richting is door te gaan 
kijken op welke wijze de scholen zich kunnen voorbereiden om deze mobiele apparaten beheerst in 
te voeren. Doordat deze apparaten de school zullen verlaten en tevens niet meer volledig beheerd 
kunnen worden door de onderwijsinstelling, speelt beveiliging hierbij tevens een belangrijke rol. 
Deze invoering zal bijgevolg wijzigingen vereisen op verschillende aspecten binnen de 
onderwijsinstelling (zoals netwerken, apparatuur, beleid, etc.). Door de onderwijsinstelling te 
bekijken op enterprise architectuurniveau, zal een beter overzicht verkregen kunnen worden van al 
deze aspecten en zal betere ondersteuning geboden kunnen worden bij het invoeringsproces van 
BYOT. Dit brengt ons bij de doelstelling van dit onderzoek. 
3.2. Doelstelling van het onderzoek 
Het doel van dit onderzoek is een generiek inpassingsmodel van BYOT in onderwijsinstellingen te 
ontwikkelen dat rekening houdt met de mogelijke beveiligingsproblemen, zodat inzicht ontstaat met 
welke aspecten rekening moet gehouden worden om BYOT op een veilige manier te kunnen regelen 
en beheren op de diverse architectuurniveaus binnen de onderwijsinstellingen, gegeven de context. 
Dit gebeurt door: 
- na te gaan op welke wijze de onderwijsprocessen anno 2013 kunnen ingericht worden; 
- te kijken wie de belanghebbenden zijn die beïnvloed worden door deze processen en wat 
hun eisen zijn; 
- de context in kaart te brengen m.b.v. enterprise architectuur, door de kaders in de 
onderwijsinstelling te bekijken op de diverse architectuurlagen van het, uit de literatuur, 
gevonden raamwerk; 
- na te gaan op welke wijze BYOT kan ingepast en beheerd kan worden binnen de 




huidige en toekomstige toestand, rekening houdend met de beveiligingsaspecten en door te 
onderzoeken welke beheer best-practices hierbij gebruikt kunnen worden; 




De algemene hoofdvraag die in dit onderzoek zal moeten beantwoord worden, is: “Hoe ziet een 
algemeen toepasbaar inpassingsmodel er uit dat in het onderwijs gebruikt kan worden om BYOT op 
een beheerste manier in te voeren en te beheren?” 
Uit het voorgaande kunnen dan volgende hoofdvragen afgeleid worden, die in dit onderzoek moeten 
beantwoord worden: 
A. Wat is er in de literatuur bekend over BYOT in het onderwijs in combinatie met enterprise 
architectuur?  
B. Op welke wijze kan de context betreffende het gebruik van BYOT in kaart gebracht worden door 
de onderwijsinstelling op architectuurniveau te bekijken? 
C. Als bekend is wat de context is betreffende het gebruik van BYOT, op welke wijze kan BYOT 
beheerst ingevoerd en beheerd worden binnen de onderwijsinstelling?  
D. Hoe ziet een inpassingsmodel er uit en hoe beoordelen de stakeholders de bruikbaarheid van dit 
model op de aspecten gebruikers, techniek, systemen, toepassingen, data en beheer? 
E. Welke conclusies vloeien voort uit het onderzoek? 
Deze hoofdvragen kunnen op hun beurt opgesplitst worden in deelvragen. 
3.3.2. Deelvragen voortvloeiende uit hoofdvraag A 
Deze hoofdvraag wordt beantwoord in het eerste deel van het literatuuronderzoek (hoofdstuk 5) en 
zal verder onderverdeeld worden in de volgende deelvragen: 
1. Op welke wijze zijn de onderwijsprocessen geëvolueerd van vroeger tot nu? 
2. Wat is M-Learning/BYOT/1:1 computing? 
3. Wie zijn de belanghebbenden bij de invoering van BYOT in het onderwijs? 
4. Hoe kan enterprise architectuur verder bijstaan bij de invoering van BYOT in het 
onderwijs? 
3.3.3. Deelvragen voortvloeiende uit hoofdvraag B 
Deze hoofdvraag (B) handelt over de eerste fase van het empirisch onderzoek. Deze hoofdvraag is 
verder opgesplitst in onderstaande deelvragen, die zijn afgeleid vanuit de theorie. Door het EA3 Cube 
raamwerk (Bernard en Ho, 2007) te bestuderen werd per architectuurlaag bekeken welke gegevens 
noodzakelijk zijn om de context van BYOT in kaart te brengen. De belangrijkste architectuurlagen 
hierbij zijn de “Products & Services”-laag (deelvraag 6) en de “Systems & Applications”-laag 




5. Wat is de invloed van BYOT op de systemen, door te onderzoeken welke persoonlijke 
apparaten worden gebruikt? 
6. Wat is de invloed van BYOT op de onderwijsprocessen, door te onderzoeken waarvoor 
deze persoonlijke apparaten worden gebruikt? 
7. Wat is de invloed van BYOT op de applicaties, door te onderzoeken welke toepassingen op 
deze persoonlijke apparaten worden gebruikt?  
3.3.4. Deelvragen voortvloeiende uit hoofdvraag C 
In hoofdvraag C zal dan de analyse van fase 1 van het empirisch onderzoek beschreven worden 
(hoofdstuk 6) en zal vanuit de literatuur verdere toevoeging noodzakelijk zijn (hoofdstuk 7). 
Onderstaande deelvragen behoeven hierbij antwoord: 
8. Wat leren ons de analyseresultaten van de eerste fase van het empirisch onderzoek?  
9. Wat zijn de beveiligingsaspecten waarnaar moet gekeken worden bij de invoering van 
BYOT? 
10. Hoe kan servicemanagement het beheer van BYOT ondersteunen?  
11. Kan vanuit het voorgaande een inpassingsmodel afgeleid worden dat, rekening houdend 
met voorgaande beveiligingsaspecten en beheeraspecten, kan dienen als basis om BYOT 
beheerst in te voeren en te beheren binnen de onderwijsinstellingen? 
Het inpassingsmodel dat nu is vastgelegd in deelvraag 11, zal als basis dienen voor de tweede fase 
van het empirisch onderzoek. 
3.3.5. Deelvragen voortvloeiende uit hoofdvraag D 
Hoofdvraag D zal handelen over de tweede fase van het empirisch onderzoek. Met behulp van het 
eerder gecreëerde inpassingsmodel  kan nu een antwoord worden gegeven op de volgende 
deelvragen: 
12. Wat is de invloed van BYOT op de gebruikers binnen de onderwijsinstelling? 
13. Wat is de invloed van BYOT op de techniek, m.a.w waaraan moet het netwerk en de 
infrastructuur voldoen? 
14. Wat is de invloed van BYOT op de systemen? 
15. Wat is de invloed van BYOT op de toepassingen? 
16. Wat is de invloed van BYOT op de gegevens? 
17. Wat is de invloed van BYOT op het beheer of de ondersteuning, m.a.w welke ITIL 
processen moeten zeker aanwezig zijn binnen de onderwijsinstelling?  
3.3.6. Deelvragen voortvloeiende uit hoofdvraag E 
Tot slot beslaat hoofdvraag E het laatste onderdeel van dit onderzoek. Hierin vindt de analyse plaats 
van de tweede fase van het empirisch onderzoek en kunnen algemene conclusies getrokken worden. 




18. Wat leren ons de analyseresultaten van de tweede fase van het empirisch onderzoek? 
19. Kan vanuit deze analyse een generiek inpassingsmodel afgeleid worden dat gebruikt kan 
worden door de onderwijsinstellingen, m.a.w. wordt het inpassingsmodel dat vastgesteld is 
in deelvraag 11 gevalideerd? 
Vraag 18 zal beantwoord worden in hoofdstuk 8, vraag 19 in hoofdstuk 9. 
3.4. Conceptueel onderzoeksmodel 
Het conceptueel onderzoeksmodel beschrijft globaal de structuur van het onderzoek. 
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Figuur 1: Schematische weergave onderzoek 
Verwoording van de figuur: 
(a) Een analyse op architectuurniveau 1  van de onderwijsprocessen, in het licht van M-
Learning/BYOT/1:1 computing, levert aandachtspunten op, (b) op basis waarvan de context kan 
beschreven worden op welke manier BYOT gebruikt wordt in en rond een aantal 
onderwijsinstellingen. (c) De analyse van deze resultaten levert, in samenspraak met de theorie rond 
ITIL en rekening houdend met de theorie rond de beveiligingsaspecten die BYOT met zich meebrengt, 
(d) een inpassingsmodel op dat beschrijft hoe BYOT beheerst ingevoerd kan worden binnen de 
onderwijsinstellingen. Dit inpassingsmodel wordt dan getoetst aan de werkelijkheid. (e) De analyse 
van deze resultaten levert (f) een (al dan niet) gevalideerd inpassingsmodel van BYOT in het 
onderwijs op. 
De onderdelen a tot en met e komen overeen met de hoofdvragen (A tot en met E) gesteld in de 
vorige paragraaf. Voor onderdeel f uit het conceptueel model werd geen hoofdvraag gesteld. Nadat 
de conclusies zijn getrokken (hoofdvraag E), is het logische gevolg een (al dan niet) gevalideerd 
inpassingsmodel (f). 
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 Deze analyse houdt een stakeholderanalyse in en de zoektocht naar en invulling van een geschikt 




4. Methode van onderzoek 
4.1. Literatuurstudie 
4.1.1. Algemeen 
Gezien het onderzochte onderwerp vrij recent is, zijn voor dit onderzoek in hoofdzaak bronnen 
geraadpleegd die minder dan 6 jaar oud zijn. Dit zijn zowel primaire als secundaire bronnen, die via 
indices/zoekengines (tertiaire bronnen) werden gevonden. Om de wetenschappelijkheid van het 
onderzoek te bewaren, werd gebruik gemaakt van “peer reviewed” artikelen en (na goedkeuring van 
de afstudeerbegeleider) ook van geconsolideerde literatuur (reeds bewezen literatuur die ook terug 
te vinden is in handboeken en leerboeken). 
De hoofdtaal in dit vakgebied is Engels. Het taalgebied van de artikelen was bijgevolg ook Engels. 
Voor het opslaan van bibliografische gegevens werd gebruik gemaakt van de softwaretoepassing 
EndNote X5. 
4.1.2. Geschiktheidscriteria - validiteit 
Om te bepalen of een wetenschappelijke publicatie geschikt was om te gebruiken in dit onderzoek, 
werd gelet op de volgende eigenschappen: 
- de publicatie moet door iedereen naspeurbaar zijn (door iedereen terug te vinden). 
- de inhoud van de publicatie moet objectief en wetenschappelijk verantwoord zijn. 
- de publicatie moet duidelijk voorzien zijn van gebruikte bronnen. 
- de publicatie moet peer-reviewed zijn (gelezen en akkoord bevonden door experts in het 
vakgebied). 
4.1.3. Bronnen 
In hoofdzaak werd gebruik gemaakt van de zoekengines van de universiteitsbibliotheken van de 
Open Universiteit Nederland om zo te komen tot geschikte “peer reviewed” artikelen. Deze 
zoekengines waren: 
- ACM Digital Library 
- Google Scholar / Google Wetenschap 
- IEEE Digital Library 
- ScienceDirect (Elsevier) 
4.1.4. Zoektermen 
Om een antwoord te kunnen geven op de probleemstelling, diende per theoretisch kader nagedacht 
te worden over geschikte zoektermen. U kunt deze zoektermen, gerangschikt per theoretisch kader, 
terugvinden in onderstaande tabel. Deze zoektermen werden op elk van de zoekengines uit 
paragraaf 3.3 uitgeprobeerd. Tevens werden combinaties van deze zoektermen uitgeprobeerd, om 







Zoekterm Theoretisch kader 
Educational processes Theorie over onderwijsprocessen 
School  
Education  
M-learning – Mobile learning Theorie over M-Learning/BYOT/1:1 computing 
Anytime, Anywhere learning  
BYOD – Bring Your Own Device  
BYOA – Bring Your Own Apps  
BYOT – Bring Your Own Technology  
1:1 computing, one on one computing  
IT Consumerization – Consumerization of IT – 
COIT 
 
Mobile device – tablet – notebook – laptop – 
smartphone 
 
Mobile Device Management – MDM  
Technological infrastructure  
Enterprise architectuur – EA Theorie over enterprise architectuur 
TOGAF  
IEEE 1472  
Security – security risk – security policy – 
Information security 
 
Service Management Theorie van Service Management in heterogene 
infrastructuren 
ITIL   
Tabel 1: Overzicht zoektermen per theoretisch ondezoeksonderwerp 
4.1.5. Resultaten 
Deze zoektocht resulteerde, na analyse, in 22 wetenschappelijke artikelen. Tabel 2 geeft een 
overzicht weer van de gevonden publicaties per jaar. 
In bijlage 1 kunt u een samenvatting vinden van elk van deze 22 artikelen. 
Ook voor ITIL bleek wetenschappelijke literatuur minder voor de hand te liggen, 
gezien een overzicht vereist werd van de verschillende functies en processen 
waaruit ITIL bestaat. Om deze reden werd geopteerd om gebruik te maken van de 
originele boeken van ITIL (uitgegeven door het Office of Government Commerce). 
Hierin staan alle functies en processen van ITIL uitgebreid beschreven. Een kort 
overzicht van deze functies en processen kunt u terugvinden in bijlage 4. 
Tot slot werd ook nog gebruik gemaakt van enkele primaire gegevensbronnen. 
Zo werd in de literatuurstudie gebruik gemaakt van het jaarverslag van AgODi 
(Agentschap Voor OnderwijsDiensten) om de financiële achtergrond en het personeelsbestand van 
Vlaamse onderwijsinstellingen te kunnen beschrijven. Daarnaast werd de NIST definitie van cloud 










Tabel 2: Relevante  




van twee rapporten van de ENISA2 (Clarke, 2012; Catteddu, 2011) (risico’s bij “Consumerization of IT 
en de Europese regelgeving omtrent gevoelige data bij openbare instellingen). Deze primaire 
gegevensbronnen werden rechtstreeks in het literatuuronderzoek verwerkt. 
 
4.2. Empirisch onderzoek naar het gebruik van BYOT in en rond het 
onderwijs 
In de volgende paragrafen wordt in detail beschreven hoe de eerste fase van het empirisch 
onderzoek werd uitgevoerd. Het bestaat achtereenvolgens uit de volgende onderdelen: de gebruikte 
onderzoeksstrategie, de gegevensbronnen en benodigde gegevens, methoden en technieken van 
dataverzameling, validiteit en betrouwbaarheid, de wijze van analyseren en een vooruitblik op de 
resultaten. 
4.2.1. Gebruikte onderzoeksstrategie 
Gezien de doel- en vraagstelling en rekening houdend met het aantal uren voorzien voor deze 
afstudeeropdracht (+/-600 uur) was het onmogelijk om alle onderwijsinstellingen in Vlaanderen bij 
dit onderzoek te betrekken. 
Toch was het noodzakelijk om, voor de eerste empirische fase, voldoende respondenten per 
onderwijsniveau (basisonderwijs, middelbaar onderwijs, hoger/universitair onderwijs) te vinden, om 
een representatief beeld te krijgen betreffende het gebruik van BYOT in het onderwijs. Met andere 
woorden op deze manier kon de context betreffende het gebruik worden beschreven, die dan als 
input kon dienen voor de opmaak van een generiek beheermodel.  
Deze fase werd ingericht volgens de strategie van de enkelvoudige casestudy. Triangulatie kon 
bereikt worden door de verschillende onderwijsniveaus te betrekken bij dit onderzoek en deze 
allemaal te bekijken als één grote case. 
De nadruk in deze empirische fase ligt dus meer op breedte dan op diepgang. Gezien gezocht werd 
naar een groter aantal respondenten, waar gelijksoortige informatie werd gevraagd (met 
voornamelijk voorgedefinieerde vragen), werd gebruik gemaakt van een kwantitatief onderzoek en 
was een online enquête (vragenlijst) geschikt. Een voldoende aantal deelnemers kon hierbij bereikt 
worden door de verschillende - uit de literatuur gevonden – stakeholders (zie volgende paragraaf).  
4.2.2. Gegevensbronnen 
Op basis van de literatuurstudie werd een stakeholderanalyse  uitgevoerd(The Open Group, 2012; 
Lennon, 2012; Passey, 2010). De stakeholders werden hierbij opgedeeld in zes groepen. Zie 
onderstaande tabel: 












Tabel 3: groepen stakeholders 
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 ENISA (Europees Agentschap voor netwerk- en informatiebeveiliging) is een agentschap van de Europese 
Unie, dat tot taak heeft om informatienetwerken en daarmee verstuurde gegevens te helpen beveiligen in de 




Oorspronkelijk werd de vragenlijst verstuurd naar:  
- de scholen waar de onderzoeker werkzaam is (Scholengemeenschap “SAMEN voor BETER!”), 
- de middelbare scholen gekoppeld aan deze scholengemeenschap (Scholengemeenschap 
“Dilbeek-Ternat”) 
- via kennissen van de onderzoeker die werkzaam zijn in Basisschool De Linde te 
Nieuwerkerken, Basisschool Kameleon te Haren en Basisonderwijs Heilig-Hart & College te 
Halle, 
- Vlaamse begeleidingsdiensten van het katholiek onderwijs (lager, middelbaar, hoger 
onderwijs), 
- Erasmus Hogeschool Brussel, 
- Open Universiteit Gent, 
- Open Universiteit Nederland (via dhr. Mofers werd de lijst met IT personeel van de Open 
Universiteit Nederland beschikbaar gesteld), 
- de algemene discussiefora van de Open Universiteit Nederland, 
- het forum van de masterclass “Hoe maak je gebruik van tablets voor leren?” 
Als eerste groep werd de Open Universiteit Gent aangesproken. Zij willen graag helpen, maar, 
omwille van de privacy, konden zij geen adreslijst meegeven. Ze waren echter wel bereid om zelf een 
bericht door te sturen naar alle Vlaamse studenten. Met deze leerervaring in het achterhoofd, werd 
aan de andere groepen gevraagd of ze de vragenlijst ook wensten door te sturen naar andere 
geïnteresseerden. Dit heeft als gevolg gehad dat bijna elke van deze aangeschreven groepen op hun 
beurt de vragenlijst doorgestuurd hebben naar hun personeel, leerlingen/studenten, ouders en 
collega’s van andere scholen. Dit bracht de validiteit en betrouwbaarheid niet in het gedrang. De 
antwoorden werden door de respondenten namelijk rechtstreeks, middels een webtoepassing, 
ingegeven in de databank van de onderzoeker. 
Het uiteindelijke resultaat is dat een groot deel van de respondenten niet rechtstreeks benaderd 
werden door de onderzoeker. Hiermee is het dus ook niet mogelijk om te bepalen hoeveel procent 
van de aangeschreven kandidaten ook daadwerkelijk gereageerd hebben. 
4.2.3. Methoden en technieken van dataverzameling 
Doordat gebruik wordt gemaakt van een “online” vragenlijst, kon een antwoord gegeven worden op 
de drie deelvragen uit deze fase van het empirisch onderzoek. De “online” vragenlijst werd zo 
opgesteld dat elk van de zes stakeholdergroepen deze kon invullen. In het begin van de enquête 
werd gevraagd naar het type stakeholder. Afhankelijk daarvan kwamen bepaalde nuances in de 
vragen voor (gepersonaliseerd per stakeholdergroep). Vragen die bvb. betrekking hadden op het 
gebruik in de klas, werden enkel gesteld aan leerlingen/studenten, leerkrachten/docenten.  
Om de koppeling tussen het eerste en tweede empirisch gedeelte te kunnen maken, verliep deze 
enquête niet volledig anoniem. De naam en het e-mailadres van de respondent werd gevraagd om 
de betreffende respondenten te kunnen contacteren voor de tweede onderzoeksfase. In dit 
document wordt dit eerste gedeelte echter wel als anoniem beschouwd. 
4.2.4. Validiteit en betrouwbaarheid 
Bij validiteit of geldigheid draait het om de vraag of de onderzoeksgegevens juist zijn. “Wordt 




deelvragen 5, 6 en 7. Deze deelvragen zijn tot stand gekomen uit de eerste fase van het 
literatuuronderzoek.  
De vragen uit de vragenlijst waren op zo’n manier opgesteld dat iedereen (ook de jongere 
respondenten) in staat moest zijn deze te kunnen beantwoorden. Hierbij werd zo weinig mogelijk 
gebruik gemaakt van jargon. Door deze eenvoudige opbouw van de vragen, werd de validiteit 
verhoogd. 
Om de validiteit te testen werd deze vragenlijst eerst door een testpubliek (5de leerjaar uit de 
Broederschool – Groot-Bijgaarden) ingevuld. Dit heeft als gevolg gehad dat nog enkele minieme 
aanpassingen werden gedaan aan de vragenlijst (volgorde, zinsconstructies). Qua inhoud moest niets 
meer gewijzigd worden. 
Bij betrouwbaarheid draait het om de vraag of de metingen ‘toevallig’ tot stand gekomen zijn of niet. 
De betrouwbaarheid werd in dit geval verhoogd door het aantal respondenten (376). De 
mogelijkheid bestond echter dat de ingevulde vragenlijsten door kinderen van het basisonderwijs 
minder betrouwbaar waren. Dit werd tegengegaan door enkel die kinderen te selecteren die in het 
vijfde of zesde leerjaar zitten (11 - 12 jaar).  
4.2.5. Wijze van analyseren 
De vragenlijst werd geprogrammeerd in ASP.NET en de gegevens werden bijgehouden met een 
Microsoft SQL databank. Met behulp van SQL queries konden deze gegevens dan achteraf vlot uit de 
databank worden gehaald en konden hier onmiddellijk bewerkingen op worden uitgeoefend. 
Het overgrote deel van de verzamelde gegevens waren kwantitatieve gegevens. Deze werden in 
overzichtelijke tabellen en grafieken geplaatst, welke u kunt terugvinden in bijlage 3. Ook bevatte 
deze enquête een aantal kwalitatieve gegevens (de tekstvakken). Deze gegevens werden 
gecategoriseerd en konden op deze wijze ook omgebogen worden naar kwantitatieve gegevens. 
Uitgebreide statistische analyse was verder niet nodig, aangezien de resultaten van deze fase 
dienden als input voor de tweede fase. Hierbij was het van belang een overzicht te hebben van de 
verschillende soorten en types apparaten en applicaties die gebruikt werden en waarvoor.  
 
4.3. Empirisch onderzoek naar de inpassing en het beheer van BYOT in 
het onderwijs 
In de volgende paragrafen wordt in detail beschreven hoe de tweede fase van het empirisch 
onderzoek werd uitgevoerd. De paragrafen zijn op dezelfde wijze opgebouwd als in paragraaf 4.2. 
Achtereenvolgens worden de volgende onderdelen beschreven: de gebruikte onderzoeksstrategie, 
de gegevensbronnen en benodigde gegevens, methoden en technieken van dataverzameling, 
validiteit en betrouwbaarheid, de wijze van analyseren en een vooruitblik op de resultaten. 
4.3.1. Gebruikte onderzoeksstrategie 
Bij deze empirische fase ligt de nadruk meer op diepgang dan op breedte. Dit is nodig om een 





Er werd een kwalitatief onderzoek uitgevoerd, waarbij primaire gegevens werden verzameld. Daarbij 
werd gekozen voor een semigestructureerde vragenlijst. Op deze manier had de respondent de 
nodige vrijheid om te antwoorden op de vragen. Dit was nodig aangezien er in sommige scholen 
totaal nog geen sprake was van BYOT, waardoor de antwoorden verschilden van onderwijsinstelling 
tot onderwijsinstelling.  
Deze vragenlijst werd via e-mail ter beschikking gesteld aan hiervoor geschikte stakeholders (zie 
bijlagen 5 en 6). Voor deze fase werd dus gekozen voor een ‘offline’ vragenlijst. 
Deze fase van het onderzoek kon ingericht worden volgens de strategie van de vergelijkende 
casestudie. Er werd een vergelijkende analyse over alle onderzochte cases heen uitgevoerd, waarbij 
verklaringen werden gezocht voor de overeenkomsten en de verschillen tussen de diverse cases 
zoals die naar voren kwamen. 
4.3.2. Gegevensbronnen 
Voor deze tweede empirische fase werd oorspronkelijk gedacht om die stakeholders te bevragen die 
te maken hebben met beleid en beleidsuitvoering. Directie/management houdt zich bezig met het 
beleid, ICT-coördinatoren/IT-staf houden zich bezig met beleidsuitvoering.  
Maar helaas was de respons van de groep directies/management op het eerste empirische gedeelte 
aan de lage kant. In het basisonderwijs hadden 12 directies de vragenlijst ingevuld, waarvan er 10 
directies deel uitmaakten van dezelfde scholengemeenschap (waar de onderzoeker werkzaam is). In 
het middelbaar onderwijs had slechts één directie de vragenlijst ingevuld en hadden voor het hoger 
onderwijs vijf leden van het management de vragenlijst ingevuld, waarvan drie respondenten 
aangaven liever niet deel te nemen aan de tweede fase. Daarnaast was er ook het feit dat de leden 
van de groep directies/management niet in dezelfde scholen werkzaam waren als de ICT 
coördinatoren/leden van de IT-staf, die de vragenlijst hadden ingevuld. Dit zou als gevolg kunnen 
gehad hebben dat leden van de groep directie/management, de vragenlijst maar deels konden 
invullen, omdat deze leden wel op de hoogte waren van de beleidsmaatregelen, maar vaak minder 
op de hoogte van de beleidsuitvoering. Van de groep ICT coördinatoren/leden van de IT-staf werd 
echter wel verwacht dat deze groep op de hoogte zou zijn van de beleidsmaatregelen die door de 
onderwijsinstelling waren getroffen. 
Om het risico op deels ingevulde vragenlijsten te verkleinen, was het dus aangewezen de tweede 
vragenlijst enkel te versturen naar de groep ICT-coördinator/IT-staf.  
4.3.3. Methoden en technieken van dataverzameling 
Data werd verzameld door een ‘offline’ vragenlijst, die via e-mail doorgestuurd werd naar de 
betrokken ICT coördinatoren/leden van de IT-staf. Gezien dit onderdeel maar één type stakeholder 
betreft, werd gebruik gemaakt van één vragenlijst (niet gepersonaliseerd). 
Om een zo goed duidelijk beeld te scheppen, werd deze vragenlijst niet anoniem behandeld. Om de 
privacy te waarborgen, werd evenwel aan de respondenten de mogelijkheid gelaten om de naam van 
de school, evenals hun eigen naam niet te laten vermelden in het thesisverslag. 
4.3.4. Validiteit en betrouwbaarheid 
De “offline” vragenlijst moest antwoord geven op de 6 deelvragen (12 tot en met 17) uit deze 




jargon. Indien dit toch nodig was, werd onder de bewuste vraag, in cursieve tekst, een toelichting 
gegeven. Op deze manier werd de validiteit verhoogd. 
Om de validiteit te testen werd deze vragenlijst naar 5 respondenten gestuurd (als testpubliek). 
Hiervan hebben slechts twee respondenten geantwoord en konden geen onmiddellijke aanpassingen 
meer gebeuren aan de vragenlijst. 
De betrouwbaarheid kon in dit geval verhoogd worden wanneer deze vragenlijst door voldoende 
respondenten werd ingevuld. Daar het een kwalitatieve analyse betreft werd geprobeerd tussen de 
vijf en de tien ingevulde vragenlijsten terug te ontvangen. Dit resultaat werd behaald. Van de 19 
aangeschreven respondenten zijn 9 ingevulde vragenlijsten terug gekomen. 
4.3.5. Wijze van analyseren 
De antwoorden op de vragenlijst werden geanalyseerd worden met behulp van een 
antwoordenmatrix (zie bijlage7). Deze antwoordenmatrix is een sterk vereenvoudigde en 
overzichtelijke weergave van alle gegeven antwoorden. Op deze wijze krijgt men een transparant en 
overzichtelijk beeld en kan eenvoudiger tot een samenvatting per vraag worden gekomen. 
Bovendien kunnen verschillende antwoorden snel en eenvoudig met elkaar worden vergeleken om 




5. Literatuurstudie – Fase 1 
In dit hoofdstuk wordt de eerste fase van het literatuuronderzoek omschreven. In tegenstelling tot 
de tweede fase van het literatuuronderzoek (die zich specifiek richt op de inpassing en het beheer 
van BYOT in het onderwijs), is deze fase meer algemeen van aard. In deze fase wordt de geschiedenis 
van de onderwijsprocessen onder de loep genomen, worden definities gegeven voor de belangrijkste 
elementen uit het onderzoek (mobile learning/1:1 computing/BYOT) en wordt architectuur 
betrokken bij het onderzoek. In de tekst wordt, waar nodig, verwezen naar de originele publicatie. 
Voor elke wetenschappelijke publicatie (uitgezonderd geconsolideerde literatuur) is voor het 
gebruiksgemak van de lezer een samenvatting opgenomen in bijlage 1.  
5.1. Geschiedenis van de onderwijsprocessen 
Bij primitieve culturen lag de nadruk op het, aan de kinderen, aanleren van de gewoontes van de 
volwassenen. In de beschaafde wereld verschoof de nadruk dan meer op geletterdheid (alfabetisme). 
De volgende stap was dan de opkomst van tijdschriften/tv/radio/film. Toen gebeurde de meeste 
leerervaring buiten de klas, waardoor boeken als leermiddel op de achtergrond werden verdreven. 
De komst van het internet zorgde daarna opnieuw voor een verschuiving. De school diende in deze 
fase voornamelijk om aan kinderen die dingen te leren die ze niet op natuurlijke wijze overnamen 
van de leeromgeving. 
In de 20e eeuw werd de rol die beelden spelen bij het rationeel denken door filosofen als 
eenvoudigste soort van betekenis beschouwd. Beelden lijken op iets wat men wil zeggen, terwijl 
woorden zijn wat ze zeggen. Beelden zijn dus onbetrouwbaar. Vandaag de dag herkennen filosofen 
echter wel dat we met beelden rechtstreeks kunnen redeneren. Met de komst van het internet is 
“visuele taal” een interessant onderzoekdomein geworden omdat beelden op (draagbare) schermen 
kunnen worden weergegeven (Nyiri, 2002, pp. 121-124). 
In de 18e-19e eeuw, tijdens de industriële revolutie werd, voor de ondersteuning van de 
onderwijsprocessen, gebruik gemaakt van de industriële technologieën van die tijd (boeken, 
schriften voor de onderwijsprocessen en briefwisseling, transport voor afstandsleren). Dit 
evolueerde in de jaren 80 met de ontwikkeling van de telecommunicatie-industrie, genaamd de 
elektronische revolutie (vaste computers en internet). Eind de jaren 90 evolueerde dit als gevolg van 
de mobiele en draadloze revolutie (mobiele en draadloze apparaten) (Lam et al., 2010, pp. 307-308). 
Het moge dus duidelijk zijn dat de onderwijsprocessen en daarnaast ook de wijze van studeren aan 
verandering onderhevig zijn. Dit is de laatste jaren nogmaals duidelijk geworden in het hoger 
onderwijs door bijvoorbeeld de bredere invoering van afstandsonderwijs, e-learning en het latere m-
learning. Maar ook in het basis- en middelbaar onderwijs (en eveneens in het hoger onderwijs) door 
de invoering van digitale schoolborden, 1:1 computing en BYOT. 
5.2. Mobile Learning 
Nyiri (Nyiri, 2002, p. 124) en Lam (Lam et al., 2010, pp. 308-309) geven volgende definitie aan e-
learning: 




Hierbij wordt geen rekening gehouden met het mobiele aspect. Het leren zal dus gebeuren van op 
een vaste plek (desktop PC met bekabeld internet). 
Voor mobile learning (m-learning) geeft de literatuur verschillende definities (Nyiri, 2002, p. 124; 
Börner, Gahn et al, 2010, pp. 251-252; Shippee & Keengwe, 2012, p. 3). 
Al deze definities bevatten enkele nuances, maar hebben uiteindelijk dezelfde basisonderdelen 
(toegang en context). Aangezien er nog geen alom aanvaarde definitie is van mobile learning, heeft 
de onderzoeker, om een definitie te verkrijgen die alle nuances bevat, al deze definities laten 
samensmelten tot één overzichtelijke definitie, namelijk: 
Mobile learning zijn die leeractiviteiten die kunnen verlopen via het internet en op draagbare 
technologieën (zowel draadloos als via mobiele telefoonnetwerken*), waardoor ze uitgevoerd 
kunnen worden zowel binnen als buiten het “vaste” klaslokaal, op de momenten dat ze nodig zijn 
(gecontextualiseerd). Kortweg: leren van, refereren naar, verkennen van nuttige informatie op elke 
mogelijke plaats en op elk mogelijk moment. 
*Voor dit onderzoek zal voornamelijk gekeken worden naar draadloze connectiviteit (Tablet PC’s en 
laptops). Mobiele telefoonnetwerken (smartphones en eventueel Tablet PC’s met een simkaart) 
stellen evenwel dezelfde eisen qua ondersteuning (dezelfde besturingssystemen, wijze van werken, 
etc.), maar een onderwijsinstelling zal dit dataverkeer nooit bekostigen. 
Om de effecten aan te tonen van  mobile learning, zijn er reeds verschillende studies gebeurd, vaak 
onder de vorm van 1:1 computing (Ferrer, Belvis et al., 2011; Lim, 2011; Shepherd & Reeves, 2011). 
Het gegeven dat iedere student beschikt over één (mobiel) apparaat noemt men ook wel 1:1 
computing (one on one computing). 
Dit zowel op het vlak van het effect op leerlingen/studenten, als op het vlak van het effect op de 
leerkrachten/docenten. Hieruit wordt aangetoond dat het gebruik van mobiele apparaten wel 
degelijk een positief effect heeft op de onderwijspraktijk (en studeermethode). Maar waarom wordt 
dit in Vlaamse lagere en middelbare scholen nog zo weinig toegepast. De reden is waarschijnlijk 
financieel van aard. 
Vlaamse scholen krijgen namelijk hun werkingsmiddelen vanuit de Vlaamse overheid (AgODi, 2011). 
Deze bedragen liggen vrij laag op het vlak van ICT. 
- Voor het basisonderwijs werd in 2010-2011 komt dit neer op gemiddeld € 235 per school, 
dewelke deel uitmaken van een scholengemeenschap3. 
- Voor het middelbare onderwijs werd in 2010-2011 komt dit neer op gemiddeld € 327 per 
school, dewelke deel uitmaken van een scholengemeenschap. 
De kosten doorrekenen aan de studenten/leerlingen is eventueel een mogelijkheid, uitgezonderd in 
het basisonderwijs. De Vlaamse overheid streeft immers naar kosteloos basisonderwijs en heeft 
hierbij een maximum bedrag vastgesteld dat een school mag vragen aan zijn leerlingen. 
Onderwijsinstellingen in Vlaanderen zullen bijgevolg, voor het grootste gedeelte, zelf moeten 
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 Scholengemeenschap: een samenwerkingsplatform tussen verschillende scholen. Scholen die geen deel 
uitmaken van een scholengemeenschap, krijgen geen ICT middelen vanuit de overheid en moeten hier volledig 




voorzien in de financiering van hun ICT-middelen. Dit kan bvb. gebeuren door opvoeringen te geven, 
eetfestijnen, schoolfeest etc.. Maar deze opbrengsten zijn natuurlijk beperkt en moeten nog voor 
andere doeleinden dienen (zoals uitstappen, gebruiksmaterialen, etc.). Op het vlak van ICT middelen 
worden de Vlaamse scholen dus voor een dilemma gesteld. 
Daarnaast bepaalt de overheid ook de omkadering (de personeelsbezetting) en dit is afhankelijk van 
het aantal leerlingen die de school heeft. Rekening houdend met het feit dat een ICT coördinator 36 
uur per week werkt, komt dit gemiddeld uit op 13,6 uur per week per school in het basisonderwijs en 
18,1 uur per week per school in het secundair onderwijs. Vandaar dat vele ICT-coördinatoren voor 
een scholengemeenschap werken (om zo toch aan een voltijdse positie te kunnen komen).  
Het moge hieruit duidelijk zijn dat de financiële middelen en de IT-staf vrij beperkt zijn in deze 
scholen. Het hoger/universitair onderwijs heeft deze beperkingen minder omdat zij zelf instaan voor 
hun financiële middelen en personeelsbestand.  
5.3. Bring Your Own Technology 
Met de intrede van mobiele apparaten zoals iPhones en andere smartphones, iPads en Tablet PC’s 
kwam, in de bedrijfswereld, vanuit het topmanagement (top-down) en vanuit nieuwe, jonge 
werknemers (bottom-up) de vraag om deze apparaten te kunnen combineren (Weiß en Leimeister, 
2012; Schild, 2013). Hierdoor is het concept “Bring Your Own Device” ontstaan. 
Een mobiel apparaat dat zowel thuis, als op het werk (in het geval van dit onderzoek voor de 
onderwijsprocessen en de studies), als in de wagen gebruikt wordt, valt onder de noemer “Bring 
Your Own Device”, ofwel BYOD (Miller et al, 2012, p. 53). 
“Bring Your Own Apps” (BYOA) richt zich dan weer op alle applicaties die vanuit de privésfeer worden 
geïnstalleerd op het apparaat. Dit zijn gratis of goedkope mobiele consumentenapplicaties, zoals 
sociale netwerken, blogs, wiki’s, Dropbox, etc. (Weiß en Leimeister, 2012, p. 363). 
De verzamelnaam van de termen “Bring Your Own Device” en “Bring Your Own Apps” noemt men 
ook wel “Bring Your Own Technology”, ofwel BYOT (Miller e.a., 2012, p. 53). 
BYOT4 = BYOD + BYOA 
Het meebrengen van persoonlijke apparaten (en toepassingen) brengt echter risico’s met zich mee 
op het gebied van veiligheid, privacy, ondersteuning, etc. (Clarke et al, 2012, pp. 9-14). Wanneer een 
onderwijsinstelling er zal voor opteren om dit pad te volgen, zal deze er goed moeten over nadenken 
hoe al deze risico’s opgevangen kunnen worden. Ook zal de infrastructuur moeten uitgebreid of 
versterkt worden. 
5.4. Enterprise architectuur 
5.4.1. IEEE 1471-2000 
Eén van de doelen van de IEEE 1471-2000 standaard is om een consistente, systematische 
benadering te verkrijgen bij het maken van views (The Open Group, 2012). IEEE definieert 
architectuur als: 
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 Voor dit onderzoek wordt het eigenaarschap van de apparaten genegeerd. De onderwijsinstelling kan 




Figuur 2: het IEEE 1471 conceptueel raamwerk 
(ISO, 2012) 
The fundamental organization of a system embodied in its components, their relationships to each 
other and to the environment and the principles guiding its design and evolution. 
Figuur 2 geeft een overzicht weer van de belangrijkste onderdelen van architectuur en hun relaties 
(ISO, 2012). 
Overzicht gebruikte basisbegrippen: 
- Systeem (System-of-Interest): een verzameling van componenten georganiseerd om een 
specifieke functie of een reeks functies te 
vervullen. 
- Architectuurbeschrijving (Architecture 
Description): een verzameling producten 
om een architectuur mee te 
documenteren.  
- Belanghebbenden (Stakeholders): Een 
individu, team of organisatie (of 
combinatie hiervan) met belangen in of 
met betrekking tot een systeem. 
- Belangen (Concerns): de voornaamste 
interesses die van cruciaal belang zijn voor 
de stakeholders van het systeem en die de 
aanvaardbaarheid van het systeem bepalen 
(functionele en niet-functionele eisen).  
- View: de representatie van een geheel systeem 
vanuit het oogpunt van een daaraan 
gerelateerde set belangen. 
- Viewpoint: het perspectief van waaruit een view wordt ingenomen.  
- Modellen: bieden dus een specifieke blik, een view, op bepaalde aspecten van de werkelijkheid. 
Deze worden vaak weergegeven als figuren. 
- De architectuurbeschrijvingen zijn opgebouwd uit elementen (AD Elements). De relaties tussen 
deze elementen (zowel binnen één of tussen architectuurbeschrijvingen) noemt men 
Correspondence. Correspondence Rules kunnen voorgaande relaties afdwingen binnen eenzelfde 
of verschillende architectuurbeschrijvingen. 
- Architecture Rationale motiveert architectuurbeslissingen die gemaakt zijn en de niet gekozen 
alternatieven. 
In dit onderzoek zal architectuur dus bijdragen tot:  
- het selecteren van de belangrijkste stakeholders in het kader van dit onderzoek en; 
- het aanleveren van een raamwerk met bijbehorende view dat als basis kan gebruikt worden bij 
de inpassing van BYOT. 
5.4.2. Stakeholderanalyse 
Bij het doornemen van de literatuur worden er, in het kader van BYOT en het onderwijs, in 
verschillende publicaties stakeholders benoemd. Lennon (Lennon, 2012, p. 173) benoemt de 
stakeholders administratieve staf, docenten en studenten. Passey (Passey, 2010, pp. 78-80) breidt 




Figuur 3: het EA3 Cube raamwerk 
(Bernard en Ho, 2007, p. 345) 
Figuur 4: EA3 Cube raamwerk met huidige en toekomstige view 
van de architectuur (Bernard en Ho, 2007, p. 344) 
leerlingen. Voorgaande uit beide publicaties kan volgende onderverdeling van stakeholders 
gehanteerd worden: 












Tabel 4: groepen stakeholders 
Voor elk van deze groepen stakeholders zal in eerste instantie bepaald moeten worden welke eisen 
deze stellen over het gebruik van hun persoonlijke apparaten. Door het aanbieden van een 
raamwerk, wordt duidelijk naar welke aspecten moet gekeken worden bij het vaststellen van deze 
gebruikerseisen. 
5.4.3. EA3 Cube 
Er zijn oneindig veel architecturen beschikbaar. De keuze van welke architectuurviews ontwikkeld 
moeten worden, is één van de belangrijkste beslissingen die de architect moet maken. Het EA3 Cube 
raamwerk is een documentatieraamwerk, geschikt voor openbare instellingen (Bernard en Ho, 2007, 
p. 341). Het bevat alle lagen van de organisatie (de onderwijsinstelling) waarin veranderingen en de 
effecten daarvan in kaart kunnen worden gebracht. Figuur 3 geeft een overzicht van dit raamwerk. 
De auteurs (Bernard en Ho, 2007, p. 342) beschrijven 
bedrijfsarchitectuur als volgt: 
Enterprise Architecture = Strategy (S) + Business (B) + 
Technology (T) 
 
Bedrijfsarchitectuur bestaat uit de technologische planning (T) 
welke aangedreven wordt door strategische doelen (S) en 
bedrijfsvereisten (B). Het documentatieraamwerk beschrijft 
bedrijfsarchitectuur verder door de huidige toestand naast de 




Zoals uit figuur 4 kan 
afgelezen worden, bestaat 
deze benadering uit zes 
bouwstenen. Deze worden 







Nummer Bouwsteen Beschrijving 
1 Het raamwerk Beschrijft het toepassingsgebied van de architectuur. Het raamwerk 
creëert een set views van de organisatie op een hiërarchische wijze 
(van op hoger niveau gelegen strategische “doelen en initiatieven” 
naar “producten en diensten” naar “data en informatie” naar 
“systemen en applicaties” naar “netwerken en infrastructuur” op 
het laagste niveau). 
Het raamwerk kan gefaseerd ingevuld worden, doordat het 
opgesplitst kan worden in segmenten met aparte activiteiten (“Lines 
of Business”). 
2 Componenten De veranderlijke processen en middelen. Deze kunnen behoren tot 
de gehele organisatie of tot een specifieke “Line of Business “. 
3 Huidige 
architectuur 
Bevat die componenten die op dit moment bestaan binnen de 
organisatie (“as-is“ view). 
4 Toekomstige 
architectuur 
Bevat die componenten die nodig zullen zijn in de organisatie om 
bepaalde prestaties te verbeteren, nieuwe strategische initiatieven 
te ondersteunen, te voldoen aan bepaalde operationele eisen en 
technologische oplossingen mogelijk te maken. 
5 Managementplan Voorziet in de beschrijvingen van de huidige en toekomstige views 
van de architectuur en beschrijft het plan van aanpak om de 
overgang (transitie) naar de toekomstige werkomgeving te kunnen 
volbrengen. 
6 Planning threads Bepaalde gemeenschappelijke activiteiten moeten een “rode draad” 
vormen doorheen alle niveaus van het raamwerk. Deze zijn: 
- IT security: interne besturingselementen voor de beveiliging 
van systemen en data privacy. 
- IT standaarden: technologiegerelateerde standaarden. 
- IT personeel: voldoende personeel dat bekwaam is, waarvan 
de opleidingseisen zijn vastgesteld. 
Tabel 5: beschrijving van de bouwstenen van het EA3 Cube raamwerk 
Met de invoering van BYOT en M-learning zullen wijzigingen noodzakelijk zijn in elk van de lagen van 
het raamwerk. Enkele voorbeelden:  
- De wijze van studeren zal wijzigen (altijd/overal toegang tot informatie). Dit is een 
strategische aanpassing waar de onderwijsinstelling haar werkmethode zal moeten bijsturen 
(laag “Goals & Initiatives”).  
- De wijze van lesgeven moet bijgevolg worden aangepast (laag “Products & Services”).  
- Data en informatie zal toegankelijk moeten zijn van op meerdere (verschillende) apparaten 
(laag “Data & Information”).  
- Systemen en applicaties zullen hier op moeten aangepast worden (laag “Systems & 
Applications”).  
- Tot slot moeten al deze apparaten ook toegang tot de (hierop voorziene) 
schoolinfrastructuur krijgen (laag “Networks & Infrastructure”). 
Vooraleer het nu mogelijk wordt om BYOT beheerst in te voeren en te beheren, moet eerst duidelijk 
zijn wat ingevoerd en beheerd moet worden. De laag “Products & Services” zal hierbij van nut zijn, 




worden. De laag “Systems & Applications” handelt over de apparaten zelf en de toepassingen die 
zullen gebruikt worden op de apparaten. Hieruit kan bevraagd worden waarmee en waarvoor BYOT 
zal gebruikt worden. De overige lagen bevinden zich in deze fase iets meer op de achtergrond. 
5.5. Conclusies 
Vanuit deze literatuurstudie kunnen volgende conclusies getrokken worden met betrekking tot: 
-  Deelvraag 1: “Op welke wijze zijn de onderwijsprocessen geëvolueerd van vroeger tot nu?” 
o De onderwijsprocessen, alsook de wijze van studeren, zijn aanzienlijk gewijzigd over 
de eeuwen heen. 
o Met de komst van het internet is “visuele taal” een interessant onderzoekdomein 
geworden omdat beelden op (draagbare) schermen kunnen worden weergegeven. 
o Onderwijsinstellingen passen hun onderwijsprocessen aan met technieken als e-
learning, m-learning, digitale schoolborden, 1:1 computing, BYOT, etc.. 
 
- Deelvraag 2: “Wat is M-Learning/BYOT/1:1 computing?” 
o M-Learning kent nog geen algemeen aanvaarde definitie.  
o M-Learning heeft een positief effect op de onderwijspraktijk. 
o Bij 1:1 computing beschikt iedere student over één (mobiel) apparaat. 
o BYOT zijn die mobiele apparaten en toepassingen, die zowel thuis, als op het werk als 
in de wagen gebruikt worden. 
o BYOT brengt risico’s met zich mee op het gebied van veiligheid, privacy en 
ondersteuning. 
 
- Deelvraag 3: “Wie zijn de belanghebbenden bij de invoering van BYOT in het onderwijs?” 
o Er worden 6 groepen belanghebbenden erkend: leerlingen/studenten, onderwijzend 
personeel, IT-staf, directie/management, administratief personeel en ouders. 
 
- Deelvraag 4: “Hoe kan enterprise architectuur verder bijstaan bij de invoering van BYOT in 
het onderwijs?” 
o Het EA3 raamwerk is een documentatieraamwerk geschikt voor openbare 
instellingen en daarmee ook voor onderwijsinstellingen. 
o Het raamwerk creëert een set views van de organisatie op een hiërarchische wijze 
(van op hoger niveau gelegen strategische “doelen en initiatieven” naar “producten 
en diensten” naar “data en informatie” naar “systemen en applicaties” naar 
“netwerken en infrastructuur” op het laagste niveau) 
o De invoering van BYOT en M-learning zal wijzigingen teweegbrengen op elk van de 
lagen van het raamwerk. 
o Om het gebruik (de context) te schetsen van mobiele apparaten in en rond het 
onderwijs komen de lagen “producten en diensten” en “systemen en applicaties” in 
aanmerking. Bij “systemen en applicaties” moet bevraagd worden welke apparaten 
en welke toepassingen worden gebruikt. Bij “producten en diensten” moet bevraagd 




6. Gebruik van BYOT in en rond het onderwijs – Resultaten 
In dit hoofdstuk worden de resultaten beschreven van de eerste empirische vragenronde, welke 
handelt over het gebruik (de context) van BYOT in en rond het onderwijs.  
6.1. Overzicht respondenten 
In totaal hebben 376 respondenten deze vragenlijst volledig ingevuld (zie onderstaande tabel). 












Basisonderwijs 63 44 12 5 30 3 157 
Middelbaar 
onderwijs 
19 15 1 6 5 1 47 
Hoger onderwijs 110 14 3 2 14 8 151 
Hoger onderwijs 
NL 
2 11 2 6 0 0 21 
Totaal 156 78 17 19 47 12 376 
Tabel 6: Overzicht respondenten 
Het is echter onmogelijk om de respons op de aangeschreven groepen te bepalen. De vragenlijst 
werd oorspronkelijk verstuurd naar:  
- de scholen waar de onderzoeker werkzaam is (Scholengemeenschap “SAMEN voor BETER!”), 
- de middelbare scholen gekoppeld aan deze scholengemeenschap (Scholengemeenschap 
“Dilbeek-Ternat”) 
- via kennissen van de onderzoeker die werkzaam zijn in Basisschool De Linde te 
Nieuwerkerken, Basisschool Kameleon te Haren en Basisonderwijs Heilig-Hart & College te 
Halle, 
- Vlaamse begeleidingsdiensten van het katholiek onderwijs (lager, middelbaar, hoger 
onderwijs), 
- Erasmus Hogeschool Brussel, 
- Open Universiteit Gent, 
- Open Universiteit Nederland (via dhr. Mofers werd de lijst met IT personeel van de Open 
Universiteit Nederland beschikbaar gesteld), 
- de algemene discussiefora van de Open Universiteit Nederland, 
- het forum van de masterclass “Hoe maak je gebruik van tablets voor leren?” 
Als eerste groep werd de open Universiteit Gent aangesproken. Zij wilden graag helpen, maar, 
omwille van de privacy, konden zij geen adreslijst meegeven. Ze waren echter wel bereid om zelf een 
bericht door te sturen naar alle Vlaamse studenten. 
Met deze leerervaring in het achterhoofd, werd aan de andere groepen gevraagd om de lijst door te 
sturen naar de geïnteresseerden. Dit heeft als gevolg gehad dat vele van deze aangeschreven 
groepen op hun beurt de vragenlijst doorgestuurd hebben naar hun personeel, leerlingen/studenten, 




Figuur 5: Geografische spreiding respondenten 
Het uiteindelijke resultaat is dat een groot deel van de respondenten niet rechtstreeks benaderd 
werden door de onderzoeker. Hiermee is het dus ook niet mogelijk om te bepalen hoeveel procent 
van de aangeschreven kandidaten ook daadwerkelijk gereageerd hebben. 




: middelbaar onderwijs 
: hoger onderwijs 
 
Uit deze geografische spreiding blijkt dat 354 
respondenten uit Vlaanderen afkomstig zijn en 
23 respondenten uit Nederland. Van deze 
Nederlandse respondenten bevinden er zich 
twee op middelbaar niveau (IT-staf) en 21 op 
hoger niveau (studenten: 2 – docenten: 11 – 
management: 2 – IT-staf: 6).  
Gezien het aantal respondenten en het aantal 
verschillende onderwijsinstellingen die aan 
deze vragenlijst hebben deelgenomen, kon een 
algemeen beeld verkregen worden van hoe 
mobiele apparaten gebruikt worden binnen de verschillende onderwijsniveaus. 
6.2. Conclusies 
Aan alle respondenten werd gevraagd over welke mobiele apparaten ze beschikten (deelvraag 5), 
waarvoor deze mobiele apparaten gebruikt werden deelvraag 6) en welke toepassingen ze hierop 
gebruikten (deelvraag 7).  
De vragenlijst kunt u vinden in bijlage 2. De volledige analyse van de resultaten kunt u terugvinden in 
bijlage 3. 
Vanuit deze analyse konden volgende conclusies getrokken worden met betrekking tot: 
- Deelvraag 5: “Wat is de invloed van BYOT op de systemen, door te onderzoeken welke 
persoonlijke apparaten worden gebruikt?” 
o Het overgrote deel van de respondenten beschikt over een mobiel apparaat. Op de 
eerste plaats komen laptops (voornamelijk aangeschaft met eigen middelen). IPads 
komen op de tweede plaats, met iets meer dan één derde van de respondenten die 
hierover beschikken, kort gevolgd door iPods. Bij mobiele telefonie komen Adroid 
smartphones op de eerste plaats, gevolgd door de iPhone.  
o Dit aantal zal nog stijgen. Volgens de antwoorden op deze vragenlijst zullen binnen het 




o Tablets en smartphones met het Windows besturingssysteem zijn aan een opmars bezig. 
Dit is te verklaren doordat dit een recente technologie is. 
o Een beperkt aantal respondenten is toch (nog) niet bereid om hun apparaat te gebruiken 
voor onderwijsdoeleinden. 
- Deelvraag 6: “Wat is de invloed van BYOT op de onderwijsprocessen, door te onderzoeken 
waarvoor deze persoonlijke apparaten worden gebruikt?” 
o De wil is er bij de meeste respondenten aanwezig om de mobiele apparaten te 
gebruiken binnen de school. 
o Tijdens de lessen wordt nog vrij weinig gebruik gemaakt van mobiele apparaten. In 
het basisonderwijs worden mobiele apparaten vaak enkel gebruikt tijdens ‘speciale’ 
ICT-lessen en in mindere mate in de normale klaspraktijk. Ook in het middelbare en 
hoger onderwijs valt op dat mobiele apparaten niet overal tijdens de lespraktijk 
gebruikt worden. 
o Er is nog onduidelijkheid over het gebruik van de mobiele apparaten. Het financiële 
aspect en een netwerkinfrastructuur die mobiele apparaten niet ondersteunt zijn 
redenen om de mobiele apparaten niet te gebruiken binnen de school. 
o De web-toepassingen (schoolwebsite, digitale omgeving) geven geen problemen bij 
het overgrote deel van de respondenten. Het mindere aantal gemelde problemen 
handelt over de toegankelijkheid/beschikbaarheid naar mobiele apparaten toe en de 
traagheid van de web-toepassingen.  
o Bij de toepassingen die gebuikt worden voor administratie en ondersteuning werd 
maar één probleem gemeld, namelijk dat Sharepoint websites moeilijk kunnen 
ingevuld kunnen worden met Apple toestellen. Hieruit kan geconcludeerd worden 
dat al deze toepassingen toch al vrij goed zijn aangepast aan mobiele apparaten.  
 
- Deelvraag 7: “Wat is de invloed van BYOT op de applicaties, door te onderzoeken welke 
toepassingen op deze persoonlijke apparaten worden gebruikt?” 
o Het overgrote deel van apps/softwaretoepassingen/cloud-toepassingen maken 
gebruik van het internet. Gezien de antwoorden blijken op dit moment al vele 
apps/softwaretoepassingen/cloud-toepassingen toegelaten te zijn binnen de 
onderwijsinstelling. 
 
Naast het feit dat de meeste respondenten over mobiele apparaten beschikken, toont de interesse 
voor dit onderwerp (= het groot aantal respondenten die op de hoogte willen gehouden worden van 
de resultaten van dit onderzoek), naast de actueelheid van dit onderwerp, ook aan dat 
onderwijsinstellingen zich bewust zullen moeten maken van deze problematiek. 
6.3. Empirisch onderzoek versus literatuur 
Deze paragraaf biedt een antwoord op deelvraag 8 (“Wat leren ons de analyseresultaten van de 
eerste fase van het empirisch onderzoek?”) 
 
Uit de analyse blijkt dat de echte voordelen van BYOT binnen de onderwijsinstellingen toch nog niet 
volledig bekend zijn. Dit wordt duidelijk omdat tijdens de lessen nog vrij weinig gebruik gemaakt 
wordt van mobiele apparaten en anderzijds. Ook geven enkele van de respondenten aan dat ze hun 




apparaten nog niet is bewezen. Vanuit de literatuur (Ferrer, Belvis et al., 2011, p. 287; Lim, 2011, pp. 
328-332) wordt echter duidelijk dat het gebruik van mobiele apparaten in de klas een positief effect 
heeft op de onderwijspraktijk (en studeermethode).  
 
In het volgende hoofdstuk krijgt het EA3 Cube raamwerk verdere invulling. Uit de analyse van deze 
eerste empirische fase bleken wel al enkele aandachtspunten naar voren te komen waar naar moest 
gekeken worden bij de invulling ervan. 
Om diegene, die hun apparaten niet wensen te gebruiken binnen de school, toch te overtuigen om 
dit te doen en om onduidelijkheden betreffende het gebruik van de mobiele apparaten weg te 
werken (financiële aspecten, wat te doen bij beschadiging of diefstal, etc.), kan de onderwijsinstelling 
op strategisch niveau (in de laag “doelen en initiatieven” van het EA3 Cube raamwerk) een beleid 
uitschrijven en dit beleid kenbaar maken aan het personeel. 
Gezien het overgrote deel van apps/softwaretoepassingen/cloud-toepassingen gebruik maken van 
het internet, zal de laag “netwerken en infrastructuur” belangrijke aanpassingen behoeven. In eerste 
instantie wordt bandbreedte een belangrijk aandachtspunt.  
Tot slot komt ook tot uiting dat bij de laag “systemen en applicaties” zal moeten bekeken worden 





7. Literatuurstudie – Fase 2 
Nu de context betreffende het gebruik van BYOT duidelijk is en er interesse blijkt van de 
verschillende stakeholders, zal een onderwijsinstelling zich moeten overwegen om BYOT te gaan 
invoeren. Om BYOT op een beheerste manier te kunnen invoeren zal elk van de lagen uit het 
voornoemde EA3 Cube raamwerk invulling behoeven. Vanuit de literatuur wordt echter duidelijk dat 
BYOT-apparaten niet op de reguliere manier kunnen beheerd worden. Dit brengt bepaalde 
beveiligingsaspecten met zich mee (Miller e.a., 2012, pp. 54-55; Clarke e.a., 2012, pp. 9-14). In 
paragraaf 7.1 zal hiervoor het EA3 Cube raamwerk uitgebreid worden tot het 
beveiligingsarchitectuurraamwerk. Eens duidelijk is hoe BYOT ingepast kan worden in de 
onderwijsinstelling, moet het verdere beheer nog invulling krijgen. Dit gebeurt in paragraaf 7.2, met 
de hulp van de ITIL best-practices. 
7.1. Security Architecture Framework 
Het beveiligingsarchitectuurraamwerk (Bernard en Ho, 2007, pp. 349-363) is één van de “planning 
threads” van het EA3 Cube raamwerk (het doorloopt elk niveau van het EA3 Cube raamwerk). Figuur 6 
geeft hiervan een overzicht. De verwijzingen naar de niveaus van het EA3 Cube raamwerk staan 
rechts van deze figuur. 
 
Figuur 6: het beveiligingsarchitectuurraamwerk (Bernard en Ho, 2007, p. 349) 
Het beveiligingsarchitectuurraamwerk bestaat uit acht lagen. In onderstaande tabel kunt u een 






Het definiëren van de veiligheid van strategieën, beleid, normen en 
richtlijnen voor de onderneming vanuit een organisatorisch oogpunt. 
Beveiliging van de operaties  
(“Operations Security”) 
Het definiëren van intra-organisatorische en operationele behoeften ten 
behoeve van de interactie met en toegang tot, tot de onderneming 
behorende IT-diensten. Dit met het oog op het opsporen en aanpakken van 
beveiligingsbehoeften op organisatorisch niveau. 
Beveiliging van personeel  
(“Personal Security”) 
Zorgen dat het personeel zich op een veilige manier toegang verschaft tot en 
gebruik maakt van de informatie- en IT-diensten, in overeenstemming met 




hun functie. Dit gebeurt door gebruik te maken van toegangscontroleplannen 





Het ontwerpen van authenticatie-, autorisatie- en accounting*- componenten 
(AAA) in de applicaties van de onderneming. Dit om de aanmeldprocedure in 
de hele onderneming af te dwingen, en om veiligheid te incorporeren in de 
“Software Development Life Cycle” (SDLC). 
(*Accounting: analyse van het gebruik van netwerkbronnen.) 
Beveiliging van informatie 
en dataflow (“Information & 
Data Flow Security”) 
Het identificeren en classificeren van informatie en data zoals deze zich 
verplaatst door de organisatie, met als doel de rechtvaardiging van geschikte 
veiligheidsmaatregelen. 
Beveiliging van de systemen  
(“System Security”) 
Het beschermen van gevoelige toepassingen en voorzien in toegangscontrole 
voor gevoelige bronnen. 
Fysieke beveiliging 
(“Physical Security”) 
De aanleg van een beveiligd fysiek verdedigingssysteem dat waakt over de 
faciliteit en de fysieke middelen van de organisatie. 
Beveiliging van de 
infrastructuur 
(“Infrastructure Security”) 
Het ontwikkelen van een veilige infrastructuur, die aan alle veiligheidseisen 
van de organisatie voldoet en die kan beschermen tegen toekomstige 
aanvallen tegen de organisatie. 
Tabel 7: beschrijving van de lagen van het beveiligingsarchitectuurraamwerk (Bernard en Ho, 2007, 
pp. 349-363) 
Zoals reeds in hoofdstuk 5 werd aangehaald, kan met het EA3 Cube raamwerk de huidige toestand 
worden vergeleken met de toekomstige toestand. Dit kan ook toegepast worden met het daarop 
gebaseerde beveiligingsarchitectuurraamwerk. Hierna wordt een overzicht gegeven van elk van de 
acht lagen van het beveiligingsarchitectuurraamwerk waarin beschreven staat hoe een 
onderwijsinstelling er (in het algemeen) zal uitgezien hebben voor de invoering van BYOT (huidige 
toestand) en waar moet naar gekeken worden bij de invoering van BYOT (toekomstige toestand). 
Het overheersende organisatiemodel is in de meeste onderwijsinstellingen nog steeds dat van 
statische, door IT beheerde en bijgevolg vertrouwde apparaten, die eigendom zijn van de 
onderwijsinstelling. Deze apparatuur voldoet aan de, door de IT afdeling, vastgestelde eisen (Harkins, 
2013, p. 87). Bij de overschakeling naar een BYOT beleid zal dit wijzigen naar dynamische en 
grotendeels door de eindgebruiker beheerde apparaten (Bente & Helden, 2009, p. 157) Vanuit het 
oogpunt van de onderwijsinstelling worden dit dus onbeheerde en niet vertrouwde apparaten. 
7.1.1. Laag “Information Security Governance” 
Huidige situatie: 
Enkel, door IT beheerde apparaten kunnen worden gebruikt. Dit heeft als voordeel dat deze 
apparaten voldoen aan het beveiligingsbeleid van de onderwijsinstelling/IT-staf. De 
onderwijsinstelling is eigenaar van het apparaat en de gebruikers worden hierdoor verplicht zich te 
houden aan het beveiligingsbeleid van de onderwijsinstelling. De verantwoordelijkheid voor veilige 
en correcte toegang tot systemen, toepassingen en informatie ligt volledig bij de IT-staf. 
Toekomstige situatie: 
Bij een BYOT model moet op voorhand goed worden nagedacht welke apparaten men zal gaan (of 
kunnen) ondersteunen (Markelj & Bernik, 2012, p. 98). Vervolgens kan men de 
studenten/leerlingen/personeelsleden op de hoogte brengen wat de minimumvereisten/ 





Doordat de eindgebruiker eigenaar kan zijn van het toestel, kan deze het recht niet ontzegd worden 
om gebruik te kunnen maken van de functionaliteiten van het toestel. Maar om de veiligheid binnen 
de onderwijsinstelling te garanderen, zullen hieromtrent met de eindgebruiker toch afspraken 
gemaakt moeten worden (Markelj & Bernik, 2012, pp. 99-100). Er moet ook duidelijk gedefinieerd 
worden wie controle heeft over de verschillende componenten van het apparaat (Zumerle, 2012).  
Het is van belang dat iedere persoon, die een persoonlijk apparaat zal gebruiken binnen de 
onderwijsinstelling, op de hoogte is van deze policy (Harkins, 2013, p. 102). Dit kan door deze policy 
in een contract te gieten dat door elke gebruiker moet worden ondertekend alvorens toegang te 
krijgen tot het schoolnetwerk. 
Bij dit model verschuift de verantwoordelijkheid voor veilige en correcte toegang tot systemen, 
toepassingen en informatie nu dus ook deels naar de eindgebruiker. 
7.1.2. Laag “Operations Security” 
Huidige situatie: 
Het aantal verschillende types van toestellen en daarnaast ook het aantal apparaten is beperkt. Ook 
zijn al deze toestellen ingesteld naar het beveiligingsbeleid van de onderwijsinstelling/IT-staf. Dit 
heeft als gevolg dat de IT-staf zijn ondersteuning kan richten op één of enkele types van toestellen. 
Toekomstige situatie: 
Het aantal toestellen en de verschillende types hiervan zullen sterk uitbreiden (Markelj & Bernik, 
2012, p. 98). Dit heeft als gevolg dat de eisen (en bijgevolg ook de kosten) die aan de helpdesk 
gesteld worden, zullen verhogen, waardoor meer personeel noodzakelijk kan blijken. 
7.1.3. Laag “Personal Security” 
Huidige situatie: 
Enkel leerkrachten/docenten beschikken over een apparaat dat eigendom is van de school. Omwille 
van het beveiligingsbeleid zal bepaalde beveiligingssoftware geïnstalleerd zijn op deze apparaten. 
Door middel van een bijscholing kan dit personeel bewust gemaakt worden op welke wijze ze het 
best kunnen werken met deze apparaten (Landman, 2010, p. 145). Daarnaast heeft dit model ook als 
voordeel dat bepaalde software (zoals antivirusscanners, besturingssysteem) centraal beheerd zijn, 
waardoor deze software op alle apparaten automatisch kan bijgewerkt worden naar de laatste 
versie. 
Toekomstige situatie: 
Niet enkel het personeel zal over een apparaat beschikken, maar ook de student/leerling. Er zal veel 
variatie zijn in types apparaten evenals de daarop geïnstalleerde beveiligingssoftware. Hierdoor 
wordt het nog veel belangrijker om al deze personen bij te scholen over hoe te werken met hun 
apparaat (Landman, 2010, p. 145). Want vele gebruikers van deze persoonlijke apparaten zullen er 
niet aan denken om hun apparaat te beveiligen met een wachtwoord, hun antivirussoftware steeds 
bij te werken, data encryptie te gebruiken, etc., waardoor de beveiliging van de systemen van de 
onderwijsinstelling in gedrang komt. Wanneer ieder personeelslid, iedere student/leerling de risico’s 
begrijpt en weet hoe te handelen, zullen ze sneller geneigd zijn zich hieraan te houden (Markelj & 




7.1.4. Laag ” Application Development Security” 
Huidige situatie: 
In de meeste onderwijsinstellingen bevat elk, van de door de IT staf beheerde, apparaten hetzelfde 
type besturingssysteem (bijvoorbeeld Windows). Dit wil dus zeggen dat men vaak maar toepassingen 
moet ontwikkelen (of kopen) voor één bepaald platform. Het nadeel hiervan is dat, indien er zich een 
beveiligingsprobleem voordoet bij één van de applicaties, dit waarschijnlijk op elk van de systemen 
zal voorkomen. Maar dit heeft dan tevens als voordeel dat, wanneer dit probleem opgelost is, dit op 
elk van de systemen opgelost zal zijn. 
Toekomstige situatie: 
Door de verscheidenheid aan types apparaten (en de daarbij behorende platformen) en door de 
mogelijke verschuiving van het eigenaarschap zal moeten rekening houden met volgende zaken: 
- Eindgebruikers zullen eigen persoonlijke software installeren op deze toestellen (via de App-
stores e.d.). Dit maakt het voor de IT-staf vrij moeilijk om elk van deze applicaties te testen 
op beveiligingsfouten, waardoor de beveiligingsrisico’s zullen stijgen (Landman, 2010, pp. 
146-147). 
- Toepassingen die door de onderwijsinstelling gebruikt worden (zoals de digitale 
leeromgeving), zullen moeten gebaseerd zijn op open (web-) standaarden zodat deze 
toegankelijk zijn op elk van deze apparaten (Seong, 2006, p. 25). 
- Gezien de eerder beschreven beveiligingsrisico’s is het aangewezen dat toepassingen vanuit 
de onderwijsinstelling afgezonderd worden van privé toepassingen. 
- Tot slot is er ook nog een probleem van financiële aard, namelijk de licentiekosten. Voor 
sommige toepassingen kunnen deze licentiekosten vrij hoog oplopen, waardoor het 
onmogelijk wordt om deze toepassingen te installeren op elk van deze apparaten. Ook, door 
verandering van eigenaarschap, moet men nadenken wat de mogelijkheden zijn op het vlak 
van deze licenties, indien bijvoorbeeld een student/leerling afstudeert of de school zou 
verlaten (Weiß en Leimeister, 2012, pp. 364-365). 
Dit kan omzeild worden door gebruik te maken door virtualisatie (bvb. voor gelicentieerde software) 
en Cloud Computing (bvb. voor de digitale leeromgeving voor de student/leerling, ondersteunend 
platform voor de docent/leerkracht, etc.). 
7.1.5. Laag “Information & Data Flow Security” 
Huidige situatie: 
Bij de, door de IT-staf beheerde toestellen moet er voor gezorgd worden dat beveiligingspatches, 
antivirussoftware, etc. up-to-date zijn, zodat de kans dat malware zich nestelt in deze toestellen 
daalt. Door verder gebruik te maken van toegangscontrole, encryptie en back-up protocollen kunnen 
bijgevolg gevoelige gegevens veilig gesteld worden. 
Toekomstige situatie: 
Door het gebruik van persoonlijke apparaten stijgt het risico van malware (Landman, 2010, 146-148; 
Morrow, 2012, pp. 5-8; Markelj & Bernik, 2012, pp. 100-101). Deze malware kan er voor zorgen dat 
wachtwoorden tot zelfs gevoelige data gestolen wordt. Het is daarom noodzakelijk om de toegang 




bijvoorbeeld door gebruik te maken van een soort kluis (bvb. Commvault), die kan beheerd worden 
door de IT-staf.  
Voor minder gevoelige informatie kan gebruik gemaakt worden van Apps zoals bijvoorbeeld 
“Dropbox” of andere algemene cloud toepassingen. Maar voor gevoelige informatie (meer van 
toepassing op leerkrachten/docenten) is dit echter niet mogelijk. Enerzijds gezien het risico van 
datalekken (Morrow, 2012, p. 5), anderzijds vanuit de wetgeving. Europa heeft namelijk richtlijnen 
uitgeschreven dat data van openbare instanties (zoals emails, leerlingeninformatie, etc.) niet buiten 
Europa mag opgeslagen worden (Catteddu, 2011). 
7.1.6. Laag “System Security” 
Huidige situatie: 
Apparaten die beheerd worden door de onderwijsinstelling zelf, zullen steeds voldoen aan het 
principe van “authentication” en ”authorization”. Enkele bekende gebruikers zullen toegang krijgen 
tot die onderdelen die voor hen geschikt zijn. Daarnaast kan een “hostgebaseerd intrusie 
detectiesysteem” (HIDS) op het apparaat geïnstalleerd zijn, waardoor men ongewenste activiteiten 
of aanvallen kan detecteren en hierop anticiperen.  
Toekomstige situatie: 
Bij een BYOD model is een meer proactieve benadering gewenst, doordat er sprake is van “gedeeld” 
beheer. Dit kan door de eerder beschreven compartimentalizatie van data, Cloud Computing en 
virtualisatie. Op deze manier zal de gebruiker zich ook steeds moeten authentificeren en zal hij nog 
steeds enkel toegelaten worden tot de voor hem geschikte bronnen. Daarnaast zal men, om de 
beveiliging van de infrastructuur te bewaren, tevens gebruik moeten maken van Mobile Device 
Management (MDM - softwarematige oplossing om gebruik van mobiele apparaten te beveiligen, te 
bewaken, te beheren en te ondersteunen). Via deze weg kan het beveiligingsbeleid op deze 
apparaten afgedwongen worden, door de toegang te ontzeggen tot bepaalde netwerkbronnen 
(Markelj & Bernik, 2012, pp. 101-102; Zumerle, 2012; Harkins, 2013, pp. 91-99). Enkel “gezonde” 
apparaten zullen toegelaten worden tot het netwerk (Bente & Helden, 2009, pp. 157-158). 
7.1.7. Laag “Physical Security” 
Huidige situatie: 
In het strakke pré-BYOT model koos men er meestal voor om te werken met desktop pc’s, thin clients 
en interne servers, die allemaal binnen de fysieke infrastructuur (de schoolgebouwen) bleven staan. 
Maar door de invoering van laptops (o.a. als gevolg van de komst van digitale schoolborden, zodat 
leerkrachten/docenten hun voorbereidend werk kunnen maken) en door gebruik te maken van 
Cloud diensten is deze laag stilaan aan het vervagen. Aangezien laptops vaak ook (door de 
leerkrachten/docenten) meegenomen worden naar huis, op vakantie, etc. moeten de 
beveiligingaspecten op de andere lagen geïncorporeerd worden. 
Toekomstige situatie: 
In de toekomst zal deze laag blijven vervagen. Meer en meer persoonlijke mobiele apparaten zullen 




7.1.8. Laag “Infrastructure Security” 
Huidige situatie: 
Doordat de apparaten in het beheer zijn van de IT-staf, moest de infrastructuur of het netwerk 
voornamelijk voorzien zijn tegen aanvallen van buitenaf. Deze aanvallen konden voorkomen worden 
door gebruik te maken van een firewall, eventueel door VPN verbindingen (voor toegang van 
buitenaf) en netwerkgebaseerde intrusie detectiesystemen (NIDS) (Markelj & Bernik, 2012, pp. 101-
102). Deze firewall kan tevens gebruikt worden om bepaalde poorten (voorbeeld P2P) te blokkeren. 
Daarnaast kan eventueel ook nog gebruik gemaakt worden van een webfilter (Zumerle, 2012), die de 
toegang tot bepaalde websites (zoals schadelijke websites, social media, etc.) ontzegt. 
In deze huidige toestand wordt verder voornamelijk gewerkt met vaste aansluitpunten (bekabeld 
netwerk). Over de laatste jaren, met het gebruik van laptops (nog steeds door de IT-staf beheerd), 
zijn hier ook draadloze netwerken bijgekomen (al dan niet met volledige dekking van de gebouwen). 
Om de beveiliging te kunnen garanderen, is het evenwel belangrijk dat deze netwerken beveiligd zijn 
met WPA2 (Landman, 2010, p. 151). 
Toekomstige situatie: 
Om toegang te kunnen verlenen aan alle (mobiele) apparaten wordt/blijft het belangrijk: 
- Dat de onderwijsinstelling beschikt over voldoende bandbreedte om deze hoeveelheid 
apparaten te ondersteunen. 
- Dat er draadloze connectiviteit beschikbaar is overheen de volledige onderwijsinstelling 
(quasi volledige dekking). In de meeste gevallen zullen er dus meerdere access points 
aanwezig moeten zijn. Er zal hierbij dus een plan moeten opgesteld worden waarin de positie 
van deze access points wordt bepaald. Deze moeten namelijk zo gepositioneerd worden dat 
er zo weinig mogelijk interferentie tussen de verschillende access points is. 
- Dat er een NIDS en een degelijke firewall met eventueel bijbehorende webfilter aanwezig is 
(Landman, 2010, p. 151). 
Het is daarnaast ook belangrijk dat de onderwijsinstelling beschikt over Network Access Control 
(Bente & Helden, 2009, pp. 157-158). De kans is namelijk nu veel groter dat hackers zullen proberen 
om mobiele apparaten, waar de beveiliging lager is, eerst te compromitteren. Wanneer deze 
apparaten dan verbinding maken met het netwerk, zullen deze een bedreiging vormen. Indien deze 
mobiele apparaten dan niet voldoen aan de eerder gestelde beveiligingseisen, moet de toegang tot 
het netwerk (in samenspraak met MDM) worden ontzegd/gelimiteerd (Bente & Helden, 2009, pp. 
157-158; Harkins, 2013, pp. 91-99). Door naast het standaard netwerk een gastnetwerk beschikbaar 
te stellen (Bente & Helden, 2009, pp. 93-95), krijgen de niet toegelaten apparaten (alsook gasten) 
toch nog standaard internetmogelijkheden, maar blijven de interne bronnen veilig gesteld 
(gelimiteerde toegang).  
Zowel voor deze inpassing van BYOT als voor het blijvende ondersteuningsproces kan gebruik 
gemaakt worden van de “best practices” van ITIL. ITIL  wordt beschreven in de volgende paragraaf. 
7.2. Information Technology Infrastructure Library 
ITIL (Information Technology Infrastructure Library) is ontstaan uit een verzameling best practices die 
in het werkveld van de IT-dienstverlening werden aangetroffen (Pollard & Cater-Steel, 2009, p. 177; 




ITIL biedt een systematische aanpak voor het leveren van de gewenste kwaliteit van IT-services. Het 
geeft een gedetailleerde omschrijving van de (meeste) belangrijke processen in een IT-organisatie en 
omvat checklists voor taken, procedures en verantwoordelijkheden, die elke IT-organisatie als basis 
kan gebruiken om ITIL op maat te maken van de eigen bedrijfsbehoeften. De volgende tabel biedt 
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Tabel 8: overzicht functies en processen ITIL 
In bijlage 3 wordt een korte beschrijving gegeven van elk van deze verschillende functies en 
processen. Gezien de insteek van dit onderzoek (die meer gericht is op de eigenlijke inpassing van 
BYOT in het onderwijs en minder op het financiële aspect ervan) werden de functies en processen 
gedistilleerd die toegevoegde waarde kunnen betekenen voor dit onderzoek. In tabel 8 werden deze 
processen en functies in het groen aangeduid. Hieronder volgt een overzicht van deze functies en 
processen. 
7.2.1. Servicecatalogusmanagement 
Het doel van servicecatalogusmanagement is het ontwikkelen en onderhouden van een 
servicecataloog die alle accurate details, statussen, mogelijke interacties en wederzijdse 
afhankelijkheden bevat van alle huidige en in ontwikkeling zijnde services (OGC, 2007c, pp. 60-61).  
7.2.2. Servicelevelmanagement 
Het doel van dit proces is zorgen dat het afgesproken niveau van IT dienstverlening wordt bereikt 
voor zowel de huidige als de toekomstige services (OGC, 2007c, p. 65). Dit proces heeft als bedoeling 
dat met de serviceproviders, met behulp van een “Service Level Agreement” (SLA),  afgesproken 
wordt dat de kwaliteit van de geleverde dienst is afgestemd op de verwachtingen en behoeften van 
de onderwijsinstelling. De SLA is een schriftelijk vastgelegde overeenkomst tussen een 





Dit proces heeft als doel zorgen dat het geleverde beschikbaarheidsniveau van alle services 
overeenkomt met het afgesproken niveau of deze overtreft, op een kosteneffectieve manier (OGC, 
2007c, p. 97). Dit proces monitor, meet, analyseert en rapporteert over de volgende zaken: 
- Beschikbaarheid (availability) 
- Betrouwbaarheid (reliability) 
- Onderhoudbaarheid (maintainability) 
- Ondersteunbaarheid (servicability) 
7.2.4. Informatiesecuritymanagement 
Het doel van dit proces is om IT- en bedrijfssecurity op elkaar af te stemmen en ervoor te zorgen dat 
informatie-security effectief wordt gemanaged in alle services en servicemanagementactiviteiten 
(OGC, 2007c, p. 141). Dit gebeurt wanneer: 
- Informatie beschikbaar en bruikbaar is wanneer nodig (beschikbaarheid); 
- Informatie alleen beschikbaar is voor diegenen die er recht op hebben (vertrouwelijkheid); 
- De informatie compleet, accuraat en beschermd is tegen niet geautoriseerde aanpassingen 
(integriteit); 
- Transacties en informatie-uitwisseling tussen bedrijven en partners betrouwbaar is 
(authenticiteit). 
Het resultaat van dit proces is een algemeen informatiesecuritymanagementbeleid. Het 
beveiligingsarchitectuurraamwerk, beschreven in de vorige paragraaf, bevat hiervoor de 
basiselementen. 
7.2.5. Serviceasset en –configuratiemanagement 
Het doel van dit proces is om een logisch model op te leveren van de IT-infrastructuur. In dit model 
zijn de IT-services gerelateerd aan de verschillende IT-componenten die nodig zijn voor het leveren 
van die diensten. Dit gebeurt door het definiëren van service- en infrastructuurcomponenten en het 
onderhouden van nauwkeurige configuratierecords (OGC, 2007d, p. 65).  
7.2.6. Servicevalidatie en –testen 
Het doel van servicevalidatie en -testen is om een service te leveren die waarde toevoegt aan de 
business van de klant. Testen zorgt ervoor dat de nieuwe (of gewijzigde) services "fit for purpose" 
(geschikt voor het doel) en "fit for use" (geschikt voor gebruik) zijn. Bij “fit for purpose” gaat het 
erom dat de service doet wat de klant ervan verwacht. Bij “fit for use” gaat het om zaken als 
beschikbaarheid, continuïteit, capaciteit en de veiligheid van de service (OGC, 2007d, p. 115).  
Het is de bedoeling dat personeelsleden en studenten/leerlingen hun persoonlijke apparaat kunnen 
gebruiken ter ondersteuning van de leservaring en het studeren (“fit for purpose”). Om hieraan te 
voldoen zal de infrastructuur hierop voorzien moeten zijn (“fit for use”).  
7.2.7. Servicedesk 
Een servicedesk is een functionele eenheid met medewerkers die te maken hebben met 
uiteenlopende service-events (zie volgende paragrafen). Deze service-events komen binnen via 
telefoontjes, het internet of via automatisch gerapporteerde infrastructuurevents. De servicedesk 
moet het enige aanspreekpunt zijn voor de IT-gebruikers en hij handelt alle incidenten en service 
requests af. Het primaire doel van de servicedesk is de normale service aan de gebruiker zo snel 
mogelijk hervatten. Dit kan het oplossen van een technische fout zijn, maar ook het vervullen van 




In het geval van basisonderwijs zal de ICT coördinator (die eventueel voor meerdere scholen tegelijk 
werkt) het aanspreekpunt zijn voor alle service-events. In de middelbare en hogere 
onderwijsinstellingen zal een servicedesk aanwezig moeten zijn per onderwijsinstelling. Deze kan 
echter meerdere departementen ondersteunen.  
7.2.8. Eventmanagement 
Een event is een willekeurige meetbare of waarneembare gebeurtenis die betekenis heeft voor het 
managen van de IT-infrastructuur of het leveren van een IT-service, en voor het evalueren van de 
impact die een afwijking op de service zou kunnen hebben. De doelstelling van eventmanagement is 
het opsporen van events, het analyseren daarvan en het vaststellen van de juiste managementactie 
(OGC, 2007e, pp. 35-36).  
Het is, voor de onderwijsinstelling, is aangewezen dat men op voorhand op de hoogte is wanneer er 
zich een bepaald event zou voordoen (zoals een router die bepaalde negatieve events genereert). Op 
die manier kunnen onderdelen nagekeken en eventueel vervangen worden vooraleer deze uitvallen. 
Het zelfde principe speelt ook bij de persoonlijke apparaten. Door de events van deze apparaten te 
loggen, kan eventueel ook worden ingegrepen vooraleer incidenten zich zouden voordoen.  
7.2.9. Incidentmanagement 
Dit proces handelt alle incidenten af. Incidenten kunnen storingen, vragen of queries zijn, die 
gerapporteerd zijn door de gebruikers (meestal via een telefoontje naar de servicedesk), door de 
technische staf of die automatisch zijn opgespoord en gerapporteerd door tools voor het monitoren 
van events (zie vorige paragraaf). Het belangrijkste doel hiervan is het zo snel mogelijk hervatten van 
de normale gang van zaken en het minimaliseren van de impact op de bedrijfsprocessen (OGC, 
2007e, p. 46). 
Het is tevens nuttig alle “basis”-incidenten vast te leggen in incidentmodellen. Deze modellen 
bevatten dan de stappen die nodig zijn om het incident te kunnen oplossen, en dit heeft als voordeel 
dat deze incidenten op de juiste manier en binnen de afgesproken tijd afgehandeld kunnen worden. 
7.2.10. Request Fulfillment 
Een service request is een verzoek van een gebruiker om informatie, advies, een standaardchange, of 
toegang tot een service. Dit kan bijvoorbeeld een verzoek zijn om een wachtwoord te wijzigen of een 
verzoek om een extra softwareapplicatie op een bepaald werkstation te installeren. Omdat deze 
verzoeken vaak voorkomen en weinig risico met zich meebrengen, is het beter dat ze in een apart 
proces worden afgehandeld (OGC, 2007e, pp. 55-56).  
7.2.11. Problemmanagement 
Een probleem is de onbekende oorzaak van één of meer incidenten. De primaire doelstelling van 
problemmanagement is het voorkomen van problemen en incidenten, het elimineren van zich 
herhalende incidenten en het minimaliseren van de impact van incidenten die niet voorkomen 
kunnen worden (OGC, 2007e, pp. 58-59). 
7.2.12. Accessmanagement 
Dit proces verleent geautoriseerde gebruikers het recht om een service te gebruiken, maar ontzegt 
niet-geautoriseerde gebruikers de toegang. Sommige organisaties noemen het ook wel 





- Het geven van rechten 
- De identiteitstatus monitoren 
- Toegang registreren en volgen 
- Rechten verwijderen of beperken 
Zoals reeds gezegd bij het beveiligingsarchitectuurraamwerk is dit een zeer belangrijk proces bij de 
invoering van BYOT. Niet enkel moet iedereen toegang hebben voor de voor hen geschikte bronnen 
(zoals in het pré-BYOT tijdperk), maar daarnaast moet de toegang afhankelijk zijn van het apparaat 
waarmee verbinding wordt gemaakt. Enkel “gezonde” apparaten (besturingssysteem, virusscanner 
en firewall up-to-date) zouden mogen toegang hebben tot interne bronnen binnen de 
onderwijsinstelling (Bente & Helden, 2009, pp. 157-158). Dit laatste kan opgevangen worden met 
een Mobile Device Management (MDM) applicatie (Markelj & Bernik, 2012, pp. 101-102) in 
samenwerking met Network Access Control (NAC).  
7.2.13. IT-productie 
Bij deze functie komt het erop neer dat naast het algemeen beheer en het oplossen van problemen 
ook nog tijd moet voorzien zijn om te voorkomen dat services niet zouden geleverd worden zoals het 
zou moeten zijn. Het belangrijkste onderdeel van deze functie is het maken van back-ups. Dit om te 
voorkomen dat de belangrijkste gegevens zouden verloren gaan. Er moet een back-up-strategie 
worden afgesproken. Hier moet nagedacht worden van welke gegevens een back-up moet gemaakt 
worden, welk type back-up men zal gebruiken, hoeveel generaties gegevens bewaard moeten 
blijven, etc. (OGC, 2007e, pp. 92-95). 
7.3. Conclusies 
Vanuit deze literatuurstudie kunnen volgende conclusies getrokken worden met betrekking tot: 
-  Deelvraag 9: “Wat zijn de beveiligingsaspecten waarnaar moet gekeken worden bij de 
invoering van BYOT?” 
o Er moet nagedacht worden over welke apparaten zullen ondersteund worden en wat 
de minimum eisen zijn. 
o Er moet een beleid uitgeschreven zijn, zodat elke gebruiker de rechten en plichten 
kent over BYOT. Iedere gebruiker moet hiervan op de hoogte zijn. 
o Met BYOT zullen meer eisen gesteld worden aan de servicedesk.  
o Gebruikers zijn de zwakke schakel. Deze moeten op de hoogte worden gesteld van 
de beveiligingsrisico’s en de manier van werken met hun apparaat. 
o Apps kunnen beveiligingsfouten bevatten. De onderwijsinstelling kan zelf apps 
beschikbaar stellen aan de gebruikers om hier tegen in te gaan. 
o Toepassingen moeten op elk apparaat toegankelijk zijn. Open standaarden zijn 
aangewezen. 
o De licentiekost van software kan oplopen met BYOT. Virtualisatie en cloud 
computing kunnen hierbij een oplossing bieden. 
o Gevoelige gegevens en toepassingen moeten gescheiden worden van minder 
belangrijke. 




o BYOT vereist een proactieve benadering voor de beveiliging van apparaten. Mobile 
Device Management is hierbij noodzakelijk om het beveiligingsbeleid op de 
apparaten af te dwingen. 
o Er moet voldoende bandbreedte aanwezig zijn. Veel meer apparaten zullen immers 
verbinding maken met het netwerk. 
o Draadloze connectiviteit moet overal en op een beveiligde wijze beschikbaar zijn. 
Meerdere access points zullen dus noodzakelijk zijn. 
o NIDS, een firewall en een webfilter worden aangewezen.  
o Netwerk Access Control wordt aangeraden om apparaten, die niet voldoen aan het 
beveiligingsbeleid, de toegang tot het netwerk te ontzeggen (in samenspraak met 
MDM). 
 
- Deelvraag 10: “Hoe kan servicemanagement het beheer van BYOT ondersteunen?” 
o Met behulp van servicecatalogusmanagement kan een servicecataloog ontwikkeld 
worden die een overzicht bijhoudt van alle toepassingen die gebruikt worden en 
apparaten/besturingssystemen/toepassingen waar ondersteuning aan zal geboden 
worden. 
o Servicelevelmanagement zal ervoor zorgen dat met elke serviceprovider SLA’s 
worden afgesloten waarin duidelijk afspraken worden gemaakt betreffende de te 
leveren diensten. 
o Beschikbaarheidsmanagement zal de diensten, die geleverd worden door de 
serviceproviders, monitoren om te controleren of ze voldoen aan de gestelde eisen 
uit de SLA.  
o Door een configuratiemodel van de IT-infrastructuur op te stellen, kan snel 
gereageerd kan worden bij incidenten. 
o Servicevalidatie en –testen zal bekijken of de geschikte diensten aanwezig zijn en of 
er voldoende beschikbaarheid, continuïteit, capaciteit en de veiligheid is. 
o Er moet een helpdesk beschikbaar zijn binnen de onderwijsinstelling. 
o Er moeten proactieve maatregelen getroffen worden (zoals een 
netwerkmonitoringtool, MDM logging), zodat mogelijke incidenten kunnen worden 
vermeden. 
o Er moet op voorhand nagedacht zijn over incidenten en basis-incidenten. 
o Onderliggende oorzaken van gelijklopende incidenten moeten onderzocht worden 
en workarounds en oplossingen van problemen moeten bijgehouden worden. 














- Deelvraag 11: “Kan vanuit het voorgaande een inpassingsmodel afgeleid worden dat, 
rekening houdend met voorgaande beveiligingsaspecten en beheeraspecten, kan dienen als 
basis om BYOT beheerst in te voeren en te beheren binnen de onderwijsinstellingen?” 
o Door voornoemde punten uit deelvragen 9 en 
10 te classificeren, kan het hiernaast 
weergegeven inpassingsmodel gegenereerd 
worden. Dit inpassingsmodel zal als basis 
gebruikt worden voor de vragenlijst van het 
tweede empirisch gedeelte. De genoemde 
punten uit deelvragen 9 en 10 kunnen hierin 
herleid worden tot één of meerdere vragen. 








8. Inpassing en beheer van BYOT in het onderwijs – Resultaten 
8.1. Overzicht respondenten 
Oorspronkelijk werden als stakeholders, naast de groep ICT-coördinatoren/IT-staf, ook de groep 
directies/management beschouwd. Om de validiteit van het onderzoek te waarborgen werd voor 
deze empirische fase echter enkel gebruik gemaakt van de groep ICT-coördinatoren/IT-staf. Dit 
gezien de lage respons van de groep directies/management op de eerste empirische fase en het feit 
dat de leden van deze groep niet in dezelfde scholen werkzaam waren als de ICT-
coördinatoren/leden van de IT-staf. De onderzoeker verwachtte echter dat ook deze groep van ICT-
coördinatoren/IT-staf op de hoogte zou zijn van de beleidsmaatregelen die door de 
onderwijsinstelling zijn getroffen betreffende de inpassing en het beheer van BYOT in het onderwijs. 
Uiteindelijk is dit ook gebleken. Enkel de respondent uit het hoger onderwijs was minder op de 
hoogte van de algemene beleidsmaatregelen. Deze persoon vervulde de taak van lokale ICT-
verantwoordelijke (voor het departement). Echter werden vele zaken centraal beheerd (op niveau 
van de volledige onderwijsinstelling). 
De vragenlijst werd via e-mail, in Word formaat, gestuurd naar de respondenten uit de 
stakeholdergroep ICT-coördinatoren/IT-staf, die zich tijdens de eerste empirische fase bereid 
verklaarden om deel te nemen aan deze onderzoeksfase. Dit waren er 19 in totaal. Dit heeft geleid 
tot 9 ingevulde vragenlijsten, waarvan zes reacties uit het basisonderwijs, twee reacties uit het 
middelbaar onderwijs en één reactie uit het hoger onderwijs. Hieronder volgt per onderwijsniveau 
een overzicht. 
Voor het basisonderwijs hebben deelgenomen: 
- Scholengemeenschap BruNo (Brussel-Noord) uit Laken (België): de heer Meert Thierry. 
- Scholengemeenschap Vrije Katholieke Basisscholen Sint-Pieters-Leeuw (België): de heer Van 
den Abeele Johan. 
- Scholengemeenschap “SAMEN voor BETER!” uit Dilbeek/Ternat (België): de heer Annoot 
Kevin. 
- Vrije Basisschool De Ark uit Heverlee/Kessel-Lo (België): de heer Gutschoven Bram. 
- Basisschool X uit Aalst (België): deze school wenst volledig anoniem deel te nemen aan dit 
onderzoek. De ICT coördinator zal voor het verdere verloop van dit onderzoek “ICT 
coördinator X” genoemd worden. 
- Vrije Basisschool De Parel uit Zutendaal (België): de ICT coördinator wenst anoniem te blijven 
en zal in het verdere verloop van dit onderzoek “ICT coördinator DP” genoemd worden. 
Voor het middelbaar onderwijs hebben deelgenomen: 
- Middelbare Scholengemeenschap Y uit Aalten (Nederland): deze scholengemeenschap wenst 
volledig anoniem deel te nemen aan dit onderzoek. De ICT coördinator zal het verdere 
verloop van dit onderzoek “ICT-coördinator Y” genoemd worden. 
- Sint-Godelieve-Instituut uit Lennik (België): de ICT coördinator wenst anoniem te blijven en 
zal in het verdere verloop van dit onderzoek “ICT coördinator SGI” genoemd worden. 




Figuur 8: Geografische spreiding respondenten 
- Katholieke Hogeschool Limburg uit Genk (België): de ICT coördinator wenst anoniem te 
blijven en zal in het verdere verloop van het onderzoek “ICT coördinator KHLim” genoemd 
worden. 
Zoals eerder vermeld werden 19 respondenten aangeschreven. Elk van deze respondenten heeft de 
originele e-mail ontvangen en een herinnering (indien 3 dagen voor de deadline nog geen reactie was 
ontvangen). Dit kwam neer op 14 onderwijsinstellingen/scholengemeenschappen. Er waren namelijk 
6 respondenten uit de Open Universiteit Nederland. Hiervan hebben 2 respondenten (Open 
Universiteit) geantwoord dat ze deze vragenlijst niet konden invullen, omdat dit niet tot hun 
discipline behoorde. Eén respondent (Open Universiteit) kon wegens tijdsgebrek niet deelnemen. 
Alle overige respondenten (7) hebben helaas geen enkele reactie gegeven. 
Onderstaande figuur geeft de geografische spreiding weer van alle respondenten die deze vragenlijst 
hebben ingevuld.  
Legende: 
: basisonderwijs 
: middelbaar onderwijs 
: hoger onderwijs 
 
Zoals u op deze figuur kunt zien, bevinden zich 4 van 
deze scholen/scholengemeenschappen in de 
provincie Vlaams-Brabant, één school in de provincie 
Oost-Vlaanderen, één scholengemeenschap in het 
Brussels hoofdstedelijk gewest, twee scholen in de 
provincie Limburg en één scholengemeenschap in de 
Nederlandse provincie Gelderland. Deze 
uiteenlopende geografische spreiding zal kunnen 
zorgen voor een representatief beeld van de huidige stand van zaken betreffende de inpassing in het 
beheer van BYOT in het onderwijs. Tevens zal dit de validiteit van het onderzoek ten goede komen. 
8.2. Conclusies 
De vragenlijst en begeleidende e-mail kunt u vinden in bijlage 5 en 6. De volledige analyse van de 
resultaten, alsmede de antwoordenmatrix (= een overzichtelijke weergave van de gegeven 
antwoorden) kunt u terugvinden in bijlage 7 en 8. 
Vanuit deze analyse konden volgende conclusies getrokken worden met betrekking op: 
- Deelvraag 12: “Wat is de invloed van BYOT op de gebruikers binnen de onderwijsinstelling?” 
Uit de eerste empirische fase is gebleken dat de wil er wel bij de meeste respondenten aanwezig 
is om mobiele apparaten te gebruiken binnen de onderwijsinstelling, maar dat tijdens de lessen 
nog vrij weinig gebruik wordt gemaakt van mobiele apparaten. Ook dit komt naar voor in deze 
onderzoeksfase. BYOT wordt nog maar toegelaten in vijf van de negen deelnemende 
onderwijsinstellingen en in drie van deze instellingen nog maar enkel voor het personeel. Uit de 




werk van te maken in de komende jaren. Toch wordt ook enige weerstand waargenomen bij één 
van deze negen onderwijsinstellingen. Eén ICT-coördinator verklaart dat al het ICT materiaal, dat 
binnen de school gebruikt wordt, van de school moet komen. Privé apparaten mogen dus 
volgends deze ICT-coördinator niet toegelaten worden. 
 
Gezien het voorgaande (BYOT nog maar net toegelaten of zelfs nog niet toegelaten) is te 
verklaren dat er maar twee onderwijsinstellingen zijn, die op dit moment aan hun personeel een 
contract voorleggen, betreffende de rechten en plichten van BYOT. Geen enkele 
onderwijsinstelling legt een contract voor aan hun leerlingen/studenten. 
Daarnaast is tevens te verklaren dat, uiteindelijk nog geen bijscholingen worden gegeven 
betreffende de beveiligingsrisico’s en de “manier van werken” met de mobiele apparaten, zowel 
aan het personeel als aan de leerlingen/studenten. 
 
- Deelvraag 13: “Wat is de invloed van BYOT op de techniek, m.a.w waaraan moet het netwerk en 
de infrastructuur voldoen?” 
Helaas moet geconcludeerd worden dat op dit onderdeel relatief weinig input op de 
vraagstelling wordt gegeven. 
 
In de meeste onderwijsinstellingen/scholengemeenschappen zijn de basisingrediënten om BYOT 
technisch mogelijk te maken, nog niet geïmplementeerd.  
 
Op de meeste plaatsen is er wel matig tot voldoende bandbreedte aanwezig. Enkel twee 
scholengemeenschappen (uit het basisonderwijs) zullen in een verhoging van de bandbreedte 
moeten voorzien. Tevens zullen afspraken moeten gemaakt worden met de internetprovider of 
zullen deze afspraken op zijn minst duidelijk moeten zijn. Op dit moment zijn er maar twee 
scholengemeenschappen die weet hebben van een SLA (uptime en reactiesnelheid). 
Verschillende andere onderwijsinstellingen/scholengemeenschappen beschikken over een SLA 
zonder dat ze hier zelf weet van hebben (Telenet gebruikers). 
 
Het voornaamste probleem is de draadloze connectiviteit. Deze laat op vele plaatsen nog te 
wensen over. Slechts in twee onderwijsinstellingen (één in het basisonderwijs en één in het 
hoger onderwijs) is het overal mogelijk om draadloze verbinding te maken met het netwerk. Het 
overgrote deel van de draadloze netwerken zijn wel goed beveiligd (WPA2). Echter is het nog 
bijna nergens mogelijk een onderscheid te maken tussen een beveiligd en een open 
gastnetwerk.  
 
Ook in functie van de veiligheid moet nog veel gebeuren. Zo goed als nergens is Network Access 
Control mogelijk. En bij de twee scholengemeenschappen waar dit wel mogelijk is, wordt er 
ofwel geen gebruik van gemaakt, ofwel bevat deze oplossing slechts basisfunctionaliteit. Ook is 
bijna nergens een firewall aanwezig of wordt hier weinig tot geen gebruik van gemaakt 
(standaardinstellingen, blokkering uit). Slechts één onderwijsinstelling (basisonderwijs) logt het 
netwerkverkeer en blokkeert bepaalde websites. Positief is dat bijna elke 
onderwijsinstelling/scholengemeenschap een configuratiemodel heeft van hun IT infrastructuur, 
maar geen enkele onderwijsinstelling/scholengemeenschap kan proactief problemen oplossen. 





- Deelvraag 14: “Wat is de invloed van BYOT op de systemen?” 
In elke onderwijsinstelling/scholengemeenschap worden mobiele apparaten (hoofdzakelijk voor 
het personeel) toegelaten. Uitgezonderd de KHLim en het Sint-Godelieve-instituut gebruikt geen 
enkele onderwijsinstelling/scholengemeenschap deze apparaten tijdens de lessen. Dit wordt 
ook als reden aangehaald dat er (op één school na) geen minimum eisen worden gesteld aan 
deze apparaten. 
Daarnaast houdt, op één onderwijsinstelling en één scholengemeenschap na, geen enkele 
onderwijsinstelling/scholengemeenschap een overzicht bij van de 
apparaten/besturingssystemen/ toepassingen waaraan ondersteuning zal worden geboden.  
Geen enkele onderwijsinstelling maakt gebruik van een Mobile Device Management oplossing. 
Dit maakt het dus ook niet mogelijk dat apparaten de toegang ontzegd wordt aan het 
schoolnetwerk wanneer niet voldaan wordt aan de, door de school, gestelde eisen. Een logisch 
gevolg is eveneens dat er nog geen beleid is uitgeschreven omtrent het traceren, wissen en 
locken van mobiele apparaten. Want zonder een Mobile Device Management oplossing is dit 
onmogelijk. 
Tot slot geeft het overgrote deel van de onderwijsinstellingen aan niet te beschikken over 
reservetoestellen. Bij de vier onderwijsinstellingen die hier wel over beschikken, moet toch 
geconcludeerd worden dat nog niet nagedacht is over het aantal toestellen. 
Algemeen moet dus geconcludeerd worden dat, door elk van de onderwijsinstellingen/ 
scholengemeenschappen, op het vlak van de systemen, op dit moment nog vrij slecht gescoord 
wordt. 
 
- Deelvraag 15: “Wat is de invloed van BYOT op de toepassingen?” 
Meer dan de helft van de onderwijsinstellingen/scholengemeenschappen beschikken nog niet 
over een overzicht met gebruikte toepassingen. Ook wordt geen portaal beschikbaar gesteld 
met schooleigen apps/toepassingen, uitgezonderd in het hoger onderwijs. 
Gelicentiëerde software lijkt vrij weinig gebruikt te worden (enkel Microsoft software). 
Afhankelijk van school tot school wordt deze ofwel enkel op schooleigen apparaten 
geïnstalleerd, ofwel bij het personeel (zowel binnen als buiten de school), ofwel ook op 
persoonlijke apparaten van leerlingen. Office 365 en opensource software wordt als mogelijke 
oplossingen aangeboden. Maar van virtualisatie is bijna geen sprake (in één 
scholengemeenschap ter ondersteuning voor de IT-staf en in één scholengemeenschap voor 
server virtualisatie). 
Tot slot wordt wel door de meeste onderwijsinstellingen gebruik gemaakt van cloud computing. 
De mogelijke doeleinden hiervan liggen bij iedere onderwijsinstelling/scholengemeenschap 
anders. Slechts één scholengemeenschap en één basisschool heeft hieromtrent afspraken 
vastgelegd in een SLA en heeft onderzocht of deze toepassingen ook toegankelijk zijn met elk 
type mobiel apparaat. 





- Deelvraag 16: “Wat is de invloed van BYOT op de gegevens?” 
Op gebied van “data“ moet geconcludeerd worden dat de onderwijsinstellingen/ 
scholengemeenschappen in het basisonderwijs vrij slecht scoren. Op één onderwijsinstelling en 
één scholengemeenschap na houdt geen enkele basisschool/scholengemeenschap rekening met 
de Europese richtlijn betreffende de opslag van data. Tevens wordt weinig rekening gehouden 
met gevoelige gegevens. Slechts één basisschool maakt op vaste tijdstippen back ups van de 
belangrijkste gegevens. Daarnaast maken één basisschool en één scholengemeenschap wel back 
ups, maar enkel wanneer er aan gedacht wordt en niet op een consistente wijze. 
In het middelbare en hoger onderwijs lijkt dit iets beter te gaan. Ook al wordt geen rekening 
gehouden met de Europese richtlijn, toch is er een degelijke back-upstrategie afgesproken. 
 
- Deelvraag 17: “Wat is de invloed van BYOT op het beheer of de ondersteuning, m.a.w welke ITIL 
processen moeten zeker aanwezig zijn binnen de onderwijsinstelling?” 
Elk van de onderwijsinstellingen/scholengemeenschappen heeft een servicedesk. In de meeste 
onderwijsinstellingen/scholengemeenschappen is deze ook vrij goed toegankelijk (mail, 
telefonisch, persoonlijk). Er wordt op dit moment voornamelijk ondersteuning geboden aan 
hardware en software waarvan de onderwijsinstelling/scholengemeenschap eigenaar is. 
Opmerkelijk is dat dit ook zo is aan de onderwijsinstellingen waar BYOT reeds is toegelaten 
(uitgezonderd in de KHLim). Persoonlijke apparaten kunnen dus, uitgezonderd in het hoger 
onderwijs, niet rekenen op ondersteuning. 
Het merendeel van de basisscholen (uitgezonderd één) heeft geen procedure waarin staat hoe 
te handelen bij incidenten. Ze houden geen overzicht bij van de meeste “basis”-incidenten en 
zoeken niet naar onderliggende oorzaken van incidenten. In één derde van de 
basisscholen/scholengemeenschappen worden workarounds en oplossingen voor problemen (zij 
het handmatig) bijgehouden. 
In het hoger en middelbare onderwijs wordt gebruik gemaakt van zogenaamde “call-software”, 
die elk (basis-)incident en zijn oplossingen of workarounds overzichtelijk bijhoudt. 
Onderliggende oorzaken van gelijklopende incidenten worden binnen deze 
onderwijsinstellingen ook opgespoord. 
Geconcludeerd kan worden dat het hoger en middelbaar onderwijs* vrij goed scoort op dit 
onderdeel. In het basisonderwijs moet echter nog op een consistente wijze worden gehandeld 
bij incidenten. Vaste procedures zijn hierbij noodzakelijk. 
*Opgelet: 9 onderwijsinstellingen/scholengemeenschappen hebben deelgenomen aan dit 
onderzoek. Hiervan waren er 6 van het niveau basisonderwijs, 2 van het niveau middelbaar 
onderwijs en 1 van het niveau hoger/universitair onderwijs. Op niveau basis mag verwacht 
worden dat wanneer gelijklopende trends worden waargenomen, deze vrij generaliseerbaar zijn 
op dit moment. Op het middelbare en hoger/universitair niveau is dit echter niet zo, gezien het 





9. Conclusies en aanbevelingen 
In dit hoofdstuk wordt een antwoord gegeven op de laatste hoofdvraag uit dit onderzoek, namelijk 
“Welke conclusies vloeien voort uit het onderzoek?”. Deze hoofdvraag is opgesplitst in twee 
deelvragen: 
- Wat leert ons de analyseresultaten van de tweede fase van het empirisch onderzoek? De 
algemene conclusies van deze empirische fase kunt u terugvinden in paragraaf 9.1. 
- Kan vanuit deze analyse een generiek inpassingsmodel afgeleid worden dat gebruikt kan 
worden door de onderwijsinstellingen, m.a.w. wordt het inpassingsmodel dat vastgesteld is 
vanuit de theorie worden gevalideerd? Het antwoord op deze vraag kunt u terugvinden in 
paragraaf 9.2. 




Als algemene conclusie kan gesteld worden dat Vlaamse onderwijsinstellingen (en voor zover 
mogelijk ook de Nederlandse onderwijsinstellingen) BYOT nog niet voor elkaar hebben. Vanuit de 
masterclass “Hoe maak je gebruik van tablets voor leren?”, georganiseerd door de Open Universiteit 
Nederland (Open Universiteit Nederland, 2013), werd duidelijk dat er interesse is bij vele van de 
belanghebbenden (zowel uit België als Nederland). Dit werd ook bevestigd in dit onderzoek bij de 
eerst empirische fase naar het gebruik van BYOT. Echter werd hierbij ook duidelijk dat BYOT nog 
maar vrij weinig wordt toegepast binnen de onderwijsinstellingen. Gezien elke onderwijsinstelling 
nog voor een groot deel invulling zal moeten geven aan elk onderdeel van het inpassingsmodel, komt 
dit ook tot uiting uit de tweede empirische fase. Op dit moment gebeurt de invulling nog volledig ad 
hoc. 
Tevens wordt ook duidelijk dat sommige ICT-coördinatoren nog steeds weerstand bieden omtrent dit 
onderwerp. Dit kan enkel betekenen dat de voordelen van BYOT nog onvoldoende bekend zijn of 
geaccepteerd worden bij deze personen. 
 
In het hoger onderwijs staat men al het verst met de invoering van BYOT. Hier zijn mobiele apparaten 
dan ook al het langst toegelaten tijdens de lessen (zowel voor personeel als voor studenten). Zowel 
het basisonderwijs als het middelbare onderwijs zit ongeveer op het zelfde (start-)niveau. 
9.2. Gevalideerd inpassingsmodel 
Helaas moet geconcludeerd worden dat het inpassingsmodel op dit moment nog niet gevalideerd 
kan worden. Dit is voornamelijk te wijten aan de huidige toestand van het Belgisch onderwijs. Uit de 
analyse van de tweede empirische fase is gebleken dat de onderwijsinstellingen/ 
scholengemeenschappen ofwel nog moeten starten met BYOT, ofwel net in de opstartfase zitten. Dit 
heeft als gevolg dat het inpassingsmodel nog niet kon getoetst worden aan een onderwijsinstelling 
die BYOT reeds volledig geïmplementeerd heeft.  
Over het Nederlands onderwijs kan geen uitspraak gedaan worden, aangezien maar één 
scholengemeenschap heeft deelgenomen aan dit onderzoek. Maar aangezien de antwoorden vrij 




Nederlandse onderwijs zich in een vergelijkbare toestand zal bevinden. Deze gedachtegang wordt 
versterkt met de vergelijkbare standpunten die werden waargenomen, bij de gegeven reacties, in de 
masterclass “Hoe maak je gebruik van tablets voor leren?” (Open Universiteit Nederland, 2013). 
Wel wordt bij verschillende onderwijsinstellingen aan hun antwoorden duidelijk dat ze bezig zijn de 
overgang te maken (antwoorden zoals: nog niet, in voorbereiding, zou moeten, etc.) geven aan dat 
hier toch over wordt nagedacht. 
 
Uit de eerste empirische fase is echter gebleken dat er wel interesse is in BYOT in het onderwijs, 
maar dat dit voor educatieve doeleinden bijna nog niet wordt toegepast. In deze tweede empirische 
fase komt dit ook tot uiting gezien vijf van de negen onderwijsinstellingen/scholengemeenschappen 
BYOT reeds toegelaten (weliswaar enkel voor het personeel). Ook hieruit kan geconcludeerd worden 
dat deze onderwijsinstellingen/scholengemeenschappen hier in de nabije toekomst werk van zullen 
maken.  
Door de onderwijsinstelling te beschouwen vanop enterprise architectuurniveau beslaat dit 
inpassingsmodel elke laag van de organisatie (onderwijsinstelling) en kreeg elk van deze lagen, 
tijdens het literatuuronderzoek, invulling met elementen die zich reeds bewezen hebben vanuit de 
wetenschap (door middel van eerder uitgevoerde onderzoeken). Dit maakt dat dit inpassingsmodel 
een goed stappenplan zal blijven om, als onderwijsinstelling, met BYOT te kunnen starten. Maar 
helaas zal dit inpassingsmodel dus pas gevalideerd kunnen worden binnen enkele jaren. 
De onderzoeker hoopt alleszins toch geslaagd te zijn in de oorspronkelijke doelen van dit onderzoek, 
namelijk het bewust maken van deze onderwijsinstellingen/scholengemeenschappen over dit 
onderwerp, het beschikbaar stellen van kennis over BYOT in de praktijk van het onderwijs, het 
leveren van wetenschappelijke kennis over BYOT en het leveren van wetenschappelijke kennis over 
het toepassen van modellen uit het domein “enterprise architectuur” bij onderwijsinstellingen. 
9.3. Aanbevelingen voor onderwijsinstellingen 
Aanbevelingen rechtstreeks volgend uit de literatuur: 
o Gebruikers zijn de zwakke schakel. Hiermee wordt aanbevolen dat deze gebruikers 
op de hoogte worden gesteld van de beveiligingsrisico’s en de manier van werken 
met hun apparaat. 
o Daarnaast wordt ook aanbevolen dat er een beleid uitgeschreven wordt, zodat elke 
gebruiker de rechten en plichten kent over BYOT. Iedere gebruiker zal hiervan op de 
hoogte moeten gesteld worden. 
o Draadloze connectiviteit zal overal en op een beveiligde wijze beschikbaar moeten 
zijn. Meerdere access points zullen dus noodzakelijk zijn. 
o Voor de beveiliging van de access points wordt WPA2 aangeraden. WEP is een 
standaard die ontwikkeld is eind de jaren 90, maar bevat enkele zwakke plekken, die 
het mogelijk maken voor hackers om deze beveiliging te doorbreken. De WPA2 
standaard, die is ontwikkeld in 2006 heeft deze zwakke plekken niet meer. 
Beveiliging via MAC-adres is ook een mogelijkheid. Maar hier moet elk toestel, dat 
wenst verbinding te maken met het netwerk, eerst handmatig toegevoegd worden 




o Onderwijsinstellingen moeten nadenken over welke apparaten ze zullen 
ondersteunen en wat de minimumeisen zijn. 
o Of de onderwijsinstelling er nu voor kiest om een BYOT beleid te voeren of niet, toch 
zal de beveiliging van de netwerkinfrastructuur (firewall, Network Access Control) 
een belangrijk aandachtspunt moeten zijn. Enkel op deze wijze kan de veiligheid van 
de gebruikers en hun systemen/toepassingen/gegevens gegarandeerd worden. 
o BYOT vereist een proactieve benadering voor de beveiliging van apparaten. Mobile 
Device Management is hierbij aanbevolen om het beveiligingsbeleid op de apparaten 
af te dwingen. 
o Het wordt aanbevolen om gevoelige gegevens en toepassingen te scheiden. 
o Tevens wordt aanbevolen dat data wordt gehost op binnenlandse of Europese 
servers, gezien de Europese regelgeving betreffende de opslag van data bij openbare 
instellingen. 
o Een back-upstategie wordt aanbevolen om gevoelige gegevens veilig te stellen. 
o Het wordt aanbevolen om een configuratiemodel van de IT-infrastructuur op te 
stellen, zodat snel gereageerd kan worden bij incidenten. 
Aanbevelingen volgend uit het empirisch onderzoek: 
- Met betrekking tot het onderdeel “Gebruikers”: 
o Geen extra aanbevelingen, dan diegene die rechtstreeks uit de literatuur zijn 
voortgekomen. 
- Met betrekking tot het onderdeel “Techniek”: 
o Om over voldoende bandbreedte te beschikken, zal een 
kabelverbinding/glasvezelverbinding aangewezen zijn. Dit gezien het aantal 
toestellen, die gelijktijdig zullen verbinding maken met het internet. 
o Om proactief in te kunnen spelen op mogelijke problemen die in de toekomst 
dreigen te gebeuren met de netwerkinfrastructuur, zal een netwerkmonitoringtool 
gegevens 24/24 loggen en onregelmatigheden detecteren. Dit zou moeten gebeuren 
voor zowel draadloze netwerken, als routers, modems, switches, firewalls, 
netwerkkaarten, etc. Hierdoor zal dit de werklast van de IT-staf verminderen en 
kunnen mogelijke problemen met de infrastructuur voorkomen worden. 
o Wanneer een onderwijsinstelling beslist te starten met BYOT, is een belangrijk 
onderdeel, om deze mobiele apparaten te kunnen beheren en de interne 
schoolinfrastructuur te beveiligen, een Mobile Device Management oplossing. 
Zonder deze oplossing wordt het onmogelijk om de beveiliging van apparaten te 
controleren en om deze (deels) te wissen, te traceren of te locken bij bijvoorbeeld de 
diefstal of verlies. 
- Met betrekking tot het onderdeel “Systemen”: 
o Het zal belangrijk zijn om te voorzien in een “veilig“ aantal reservetoestellen, zodat 
personeel en leerlingen/studenten bij defecten snel gedepanneerd kunnen worden. 
Want wanneer het apparaat van een leerling/student of een personeelslid defect 
raakt tijdens een les, kan dit de klaspraktijk (de continuïteit) ernstig verstoren. 
- Met betrekking tot het onderdeel “Toepassingen”: 
o Bij een BYOT beleid zal het noodzakelijk zijn een lijst samen te stellen met geschikte 




worden gemaakt van aan welke software ondersteuning zal geboden worden en kan 
het risico op virussen/spyware/malware verkleind worden.  
o Wanneer de onderwijsinstelling zelf cloud toepassingen zal ontwikkelen, is het 
noodzakelijk te controleren of deze toegankelijk zijn met elk type apparaat. Ook 
wanneer de onderwijsinstelling geen BYOT beleid voert, zullen deze cloud 
toepassingen toegankelijk zijn buiten de onderwijsinstelling, waardoor ze ook 
bekeken worden met verschillende types apparaten. 
- Met betrekking tot het onderdeel “Data”: 
o Geen extra aanbevelingen, dan diegene die reeds uit de literatuur zijn 
voortgekomen. 
- Met betrekking tot het onderdeel “Beheer”: 
o Wanneer BYOT toegelaten wordt binnen de school, zullen meer 
apparaten/besturingssystemen/ toepassingen gebruikt worden, waardoor het aantal 
problemen kan stijgen. “Call-software” is een ideaal hulpmiddel om een overzicht te 
kunnen bewaren van alle incidenten, inclusief de oplossingen of eventuele 
workarounds. Dit zal een goed hulpmiddel zijn voor de IT-staf, want de incidenten 
zullen sneller opgelost kunnen worden en gelijklopende incidenten snel herkend 
kunnen worden. In veel gevallen kan het zoeken naar onderliggende problemen dan 
een tijdsbesparing opleveren. Want eens de onderliggende oorzaak werd gevonden, 
zullen automatisch de daaraan gekoppelde incidenten verdwijnen.  
o Zowel wanneer de school BYOT toelaat of niet, zou steeds gebruik moeten gemaakt 
worden van de ITIL best practices. Uit de empirie blijkt dat overal een helpdesk 
aanwezig is. Op deze wijze kunnen de serviceprocessen (en daarmee ook de werking 
van de helpdesk) geoptimaliseerd worden. 
9.4. Aanbevelingen voor vervolgonderzoek 
- Het feit dat nog enige weerstand wordt waargenomen, toont aan dat de voordelen van BYOT in 
en rond het onderwijs nog onvoldoende bekend zijn en geaccepteerd worden. Eén van de 
doelstellingen van dit onderzoek is dat onderwijsinstellingen zich beter bewust worden van hoe 
BYOT de onderwijsinstelling kan bijstaan. Echter zullen de voordelen pas echt duidelijk worden 
wanneer scholen effectief een BYOT beleid zullen voeren. Op dit moment kan dit in Vlaanderen 
en Nederland nog niet onderzocht worden (gezien men ofwel nog moet starten met BYOT ofwel 
net gestart is met de inpassing ervan). Hiervoor kan een onderzoek gevoerd worden dat één of 
meerdere scholen volgt, na de inpassing van BYOT om zo de voor- en nadelen te kunnen 
beschrijven. 
- Nog maar weinig onderwijsinstellingen bieden een contract aan hun personeel en 
studenten/leerlingen aan, betreffende de rechten en plichten van BYOT. Bij de 
onderwijsinstellingen waar dit wel gebeurt, is dit enkel voor het personeel en bevat het contract 
nog enkel de professionele ICT middelen en niet de privé apparaten (die geen eigendom zijn van 
de school). Wanneer een personeelslid of de leerling/student zijn eigen materiaal binnen de 
school gebruikt, zal echter ook duidelijk moeten worden gemaakt wat de rechten en plichten 
zijn (zowel voor de onderwijsinstelling als voor de gebruiker). Er zal dus goed nagedacht moeten 
worden over de inhoud van zo’n contract. Eventueel kan het opstellen van een contract dat alle 
aspecten bevat waar bij BYOT moet naar gekeken worden, als basis gebruikt worden voor een 




- De onderwijsinstellingen kunnen met behulp van dit inpassingsmodel/stappenplan de overgang 
naar een BYOT-beleid aangaan. Eens meerdere onderwijsinstellingen deze overgang hebben 
volbracht (met of zonder hulp van dit inpassingsmodel), kan dit inpassingsmodel in een 
vervolgonderzoek gevalideerd worden. 
- Wanneer een onderwijsinstelling de overgang naar BYOT heeft volbracht, kan bekeken worden 
of BYOT zorgt voor een kostenbesparing (doordat privé apparaten gebruikt worden) of net niet 
(meer infrastructuurkosten en beheerkosten, etc.). 
- Op welke wijze zullen de onderwijsinstellingen omgaan met apparaten die gebruikt worden 
tijdens de lessen? Worden deze door de onderwijsinstelling aangekocht of kopen de gebruikers 
deze zelf en hoe worden deze gefinancierd? 
- Wat zijn de ervaringen in België en Nederland betreffende het gebruik van BYOT tijdens de 
lessen voor zowel de leerkrachten/docenten als de leerlingen/studenten? 
- Het standpunt dat de onderwijsinstelling voor eigen materiaal moet zorgen, dat dan ook 
beheerd wordt door de instelling, kan aanleiding bieden voor vervolgonderzoek. Hierbij kunnen 
alle voordelen en nadelen van beide standpunten naast elkaar worden geplaatst (eigen 
materiaal versus BYOT), om zo tot een conclusie te komen welk standpunt het meest geschikt 
zal zijn voor een onderwijsinstelling in Vlaanderen en Nederland. 
- Kunnen kinderen kritisch omgaan met de mobiele apparaten en zijn mobiele toestellen bij 
kinderen slecht voor de hersenen? 
- ICT is een domein dat steeds evolueert. Wanneer een onderwijsinstelling ervoor kiest om een 
nieuwe evolutie te gaan implementeren, zullen opnieuw elk van de “architectuurlagen” van de 
onderwijsinstelling aandacht behoeven. De onderzoeksaanpak, zoals beschreven in deze 






Uiteindelijk is gebleken dat de literatuurstudie een omvangrijk document is geworden. Dit is 
enerzijds te wijten aan het feit dat over BYOT weinig wetenschappelijke literatuur aanwezig was. 
Hierbij moest een extra stap toegevoegd worden aan deze fase. In eerste instantie werden 
vakliteratuur en boeken doorgenomen, want hierin was wel reeds informatie te vinden over BYOT. 
Op deze wijze werd het mogelijk om relaties te leggen tussen andere onderzoeksdomeinen en de 
omgeving van BYOT te verkennen. Van hieruit kon dan teruggekeerd worden naar de 
wetenschappelijke literatuur en kon gezocht worden naar gerelateerde termen waarover wel 
wetenschappelijke publicaties waren te vinden. Anderzijds werd ook gebruik gemaakt van 
geconsolideerde literatuur (= literatuur waarvan de waarde reeds bekend is en die ook te vinden is in 
tekst- en leerboeken). Ook dit zorgde er voor dat vrij veel informatie diende verwerkt te worden. 
10.2. Empirisch onderzoek 
Voor de beide empirische fases was het de bedoeling om eerst de vragenlijst door een testgroep te 
laten invullen. Bij de eerste empirische fase is in dit opzet geslaagd. Deze enquête is eerst door een 
klas ingevuld. Van hieruit konden de vragen bijgestuurd worden. Deze bijsturingen waren echter wel 
voornamelijk van syntactische aard (wijziging van zinsconstructies en volgorde). Qua inhoud 
behoefde de vragenlijst geen aanpassing meer. Achteraf is gebleken dat het woord “digitale 
leeromgeving” soms nog mis geïnterpreteerd werd (verward met digitale schoolborden). Dit is 
uiteindelijk nog kunnen opgevangen worden door deze antwoorden te negeren. Het de antwoorden 
van de overige deelnemers konden toch nog belangrijke trends worden waargenomen. Elk van de 
andere vragen kregen correcte invulling. 
In de tweede empirische fase is in dit opzet minder geslaagd. De vragenlijst werd naar 6 
respondenten doorgestuurd. Maar op deze testfase zijn helaas maar twee reacties gekomen, 
waardoor bijstellingen niet mogelijk waren. Gezien het tijdsaspect (aankomende vakantieperiode) 
moest gestart worden met deze vragenlijst. Achteraf konden sommige theoretische toelichtingen 
hulp bieden aan de respondenten en konden zo misinterpretaties door de respondenten vermeden 
worden. 
Aan de hand van de resultaten van de eerste empirische fase kon toch een vrij algemeen beeld 
geschetst worden naar het gebruik van BYOT in en rond het onderwijs. Dit werd mogelijk gemaakt 
door een groot aantal respondenten (376 personen). Echter zijn deze resultaten (en ook die van de 
tweede empirische fase) een momentopname. Echter verwacht de onderzoeker wel dat, aangezien 
BYOT nog volop aan zijn opmars bezig is, dat deze resultaten alleen maar positief kunnen worden 
beïnvloed. 
De resultaten van de tweede empirische fase kunnen echter niet gegeneraliseerd worden. Dit is 
enerzijds te wijten aan het feit dat maar 9 onderwijsinstellingen hebben deelgenomen aan dit 
gedeelte. Daarnaast was ook de spreiding tussen de verschillende niveaus niet optimaal 
(voornamelijk basisscholen en in mindere mate middelbare en hogere scholen). Gezien het feit dat 
BYOT nog volop aan zijn opmars bezig is, verwacht de onderzoeker ook dat de antwoorden op deze 




10.3. Verwachting versus onderzoek 
Bij de aanvang van het afstudeertraject was in de scholengemeenschap waar ik tewerk gesteld was 
bijna geen sprake van BYOT. Er werden wel mobiele apparaten toegelaten, wanneer iemand hier om 
vroeg. Maar hier werd verder niet over nagedacht, laat staan dat er enige vorm van beleid was. Ikzelf 
voelde mij hier als ICT-coördinator minder goed bij, aangezien ik wel inzag dat dit voor bepaalde 
problemen kon zorgen. Ook viel het mij op dat andere onderwijsinstellingen, waar ik toevallig kwam, 
dit zelfde probleem ervaarden. 
Uit dit onderzoek werd mijn oorspronkelijke verwachting bevestigd. BYOT is inderdaad overal nog 
bezig aan zijn opmars (of moet op sommige plaatsen zelfs nog beginnen). Dit heeft echter wel als 






Oorspronkelijk werd gepland om het afstudeertraject op acht maanden te voltooien (van juli 2012 
tot en met februari 2013). Uiteindelijk heeft het volledige proces 15 maanden in beslag genomen, 
wat dus bijna dubbel zo lang is. Dit heeft verschillende redenen: 
- Eens besloten werd om te starten met het afstudeerproject, moest een geschikt onderwerp 
worden gevonden. Gezien mijn functie als ICT-coördinator in het basisonderwijs, bleek geen 
enkel onderwerp haalbaar te zijn dat uitgevoerd kon worden binnen de scholen waar ik tewerk 
gesteld bent. Er moest dus gezocht worden naar ofwel andere organisaties, ofwel moesten 
meerdere scholen betrokken worden bij het onderzoek. In deze periode werden ook vragen 
gestuurd naar verschillende organisaties, maar hier kwam zo goed als geen reactie op. Hiermee 
heb ik uiteindelijk beslist om het onderzoek toch binnen het onderwijs te houden en de 
verschillende scholen te betrekken bij dit onderzoek. In samenspraak met de 
afstudeerbegeleider, leek BYOT hierbij een geschikt (en vooral recent) onderwerp. Achteraf 
gezien ben ik blij dat ik dit onderzoek heb kunnen uitvoeren binnen het onderwijs. Door deze 
leerervaring en door de resultaten komt dit mijn functie als ICT-coördinator ten goede. In de 
komende periode zal ik eveneens proberen om BYOT in te passen in onze scholengemeenschap. 
- Doordat vanuit de wetenschap nog maar weinig literatuur beschikbaar was omtrent BYOT, moest 
eerst gestart worden met het doornemen van vakliteratuur en boeken. Daarnaast moest worden 
gezocht naar andere onderzoeksdomeinen, wat leidde tot veel wetenschappelijke literatuur die 
de revue passeerde, maar toch niet geschikt bleek. Dit leidde er uiteindelijk toe dat deze 
literatuurfase ook enkele maanden uitliep. 
- Ook werd gekozen om het onderzoek in twee fasen te laten verlopen. Dit zorgde er dus voor dat 
meer tijd moest worden voorzien voor deze onderzoeksfase (twee vragenlijsten, twee periodes 
waarin gewacht moest worden op feedback en twee verwerkingsperiodes). 
- Tot slot eisten mijn functie als ICT-coördinator en daarnaast het runnen van een kleine 
eenmanszaak, die ik sinds vier jaar geleden ben opgestart, met momenten toch wel wat 
aandacht op, waardoor sommige periodes weinig voortgang kon worden geboekt aan dit 
afstudeerproject. Ook kwamen deze periodes vaak op een slecht moment, waardoor sommige 
van de beloofde deadlines toch moesten overschreden worden. Daarna waren er natuurlijk ook 
periodes waarin ik productief kon verder werken. 
Voor dit afstudeertraject werd 600 uur gerekend. Het exacte aantal uren kan niet worden 
aangegeven, aangezien ik deze niet heb bijgehouden. Maar dit aantal werd toch wel ruim 
overschreden. 
Al bij al was dit een leerrijke ervaring. Wat mij, na het voeren van dit onderzoek, voornamelijk is 
bijgebleven over wetenschappelijk onderzoek is: 
- In de verschillende fasen van het onderzoek moeten keuzes gemaakt worden. Dit was niet 
eenvoudig. Want deze keuzes hadden gevolgen voor het verdere verloop van het onderzoek. 
Wat mij opviel was dat, wanneer zo’n keuze moest gemaakt worden, ik dit steeds uitstelde. Maar 
dit had niet veel nut want uiteindelijk moest deze keuze dan toch doorgehakt worden. 
- Ook moest steeds gekeken worden naar de “wetenschappelijkheid” van het onderzoek. Ik werd 




getrokken konden worden bij de empirische fases, kwam dit tot uiting. Objectiviteit is een heel 
belangrijke eigenschap waarover een onderzoeker moet beschikken. Ik hoop deze taak 
uiteindelijk toch goed te hebben volbracht. 
Ook heb ik over dit onderwerp zelf heel veel bijgeleerd. Er waren vele aspecten naar boven gekomen 
waar moet naar gekeken worden bij de inpassing en het beheer van BYOT, waarvan ik nog geen 
kennis had. Dit gaat mij zeker van nut zijn bij de verdere uitoefening van mijn taak als ICT-
coördinator. 
Tot slot wil ik dhr. Mofers en mevr. Counotte-Potman bedanken voor hun deskundige begeleiding. Er 
kwam steeds snel reactie met opbouwende kritiek, waardoor alle mijlpaaldocumenten, inclusief dit 
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Bijlage 1: Vragenlijst empirisch onderzoek naar het gebruik van BYOT 
in en rond het onderwijs 
In deze bijlage wordt de vragenlijst gepresenteerd, die middels een online enquête beschikbaar werd 
gesteld. 
Inleiding 
Hartelijk welkom bij deze online enquête betreffende het gebruik van persoonlijke apparaten in en 
rond het onderwijs. 
Mijn naam is Gery Wauters en ik ben een student aan de Open Universiteit Vlaanderen/Nederland. 
Deze vragenlijst kadert in het afstudeeronderzoek van de opleiding Master Business Process 
Management and IT.  
BYOT is een verzamelnaam voor apparaten en toepassingen die zowel op het werk (op school) als in 
de privésfeer (thuis) worden gebruikt. 
 Via dit onderzoek wordt geprobeerd om tot een algemeen toepasbaar model te komen, dat in het 
onderwijs kan gebruikt worden, om BYOT op een beheerste manier in te voeren. Om dit te kunnen 
bewerkstelligen, moet ik in eerste instantie proberen om tot een overzicht te komen van: 
 welke soorten persoonlijke apparaten gebruikt worden door leerlingen/studenten en 
personeel in het onderwijs; 
 en waarvoor deze apparaten gebruikt worden. 
Dit onderzoek is geschikt voor iedereen die school loopt of werkt in een onderwijsinstelling in 
Vlaanderen en Nederland. 
Het invullen van deze vragenlijst neemt niet meer dan 15 minuten in beslag. 
Tijdens de enquête zal gevraagd worden naar enkele persoonlijke gegevens (zoals naam, school, 
etc.). Deze gegevens dienen enkel ter validatie en voor het bepalen van het onderwijsniveau. Deze 
gegevens dienen enkel voor dit onderzoek en zullen niet doorgegeven worden aan derden.  
Naast deze vragenlijst, zal nog een tweede vragenlijst volgen omtrent het beheer van BYOT binnen 
de school. Deze vragenlijst is geschikt voor ICT-Coördinatoren / IT-staf en directies / management. 
Indien u tot één van deze groepen behoort, kan u op het einde van de vragenlijst kenbaar maken of u 
aan deze fase wilt deelnemen. 
De resultaten van dit onderzoek zullen in het najaar gepubliceerd worden op het internet. U kan op 
het einde van deze enquête eveneens aangeven of u deze resultaten wenst te ontvangen.  
U kan deze vragenlijst invullen tot en met vrijdag 15 juni 2013. Gelieve de vragenlijst tot op het einde 
in te vullen, aangezien onvolledige enquêtes niet kunnen worden verwerkt. 
Ik wil u alvast bedanken voor uw deelname. 
 





Student Open Universiteit Nederland 
Contextbepaling 
Datum: <automatisch gegenereerd bij invulling> 
Naam + voornaam: <tekstvak>  
Emailadres: <tekstvak>  
Opgelet: Indien u over geen emailadres beschikt, kunnen de resultaten van dit onderzoek achteraf 
niet doorgestuurd worden. 
Ik beschik over geen emailadres <checkbox> (voornamelijk bedoeld voor kinderen uit het 
basisonderwijs) 
Soort gebruiker: <keuzemenu: leerling/student, leerkracht/docent, management/directie, ICT-
Coördinator/lid van de IT-staf, ouder, administratief personeel> 
Opgelet: uw keuze van 'soort gebruiker' is definitief voor het verdere verloop van de vragenlijst. 
School: <tekstvak> 
Onderwijsniveau: <keuzemenu: basisonderwijs, middelbaar onderwijs, hoger/universitair 
onderwijs> 
 
Studiejaar/Klas: 2x <tekstvak> (enkel zichtbaar indien soort gebruiker = leerling/student, 
leerkracht/docent) 
Studiejaar/Klas van het kind: 2x <tekstvak> (enkel zichtbaar indien soort gebruiker = ouders) 
Leeftijd: <tekstvak> jaar (enkel zichtbaar indien soort gebruiker = leerling/student) 
Leeftijd van het kind: <tekstvak> jaar (enkel zichtbaar indien soort gebruiker = ouders) 
 
Aantal personeelsleden binnen de functie IT: <decimaal teksvak> (enkel zichtbaar indien soort 
gebruiker = management/directie, IT-staf) 
Aantal voltijdse posities. Bijvoorbeeld wanneer 3 personeelsleden halfdtijds werken, tel 3 maal 0,5 = 
1,5 personeelsleden. 
Aantal leerlingen binnen de school: <numeriek tekstvak> (enkel zichtbaar indien soort gebruiker = 
management/directie) 
Aantal personeelsleden binnen de school: <numeriek tekstvak> (enkel zichtbaar indien soort 
gebruiker = management/directie, IT-staf) 
Zowel leerkrachten als ander personeel, tel 1 eenheid per personeelslid (enkel gehele getallen 
toegestaan). 
 
Deel 1: invloed van BYOT op de systemen. Welke persoonlijke 
apparaten worden gebruikt? 
1a) Beschikt u over een mobiel apparaat, al dan niet eigendom van de school? Een mobiel apparaat 
kan een laptop, een Tablet PC of een smartphone zijn. <keuzemenu: JA/NEE > (indien hier nee op 
geantwoord wordt is de enquête na vraag 3b afgelopen) 
 






 Eigendom van de school Apparaat aangeschaft met 
eigen middelen 
laptop   
Macbook   
tablet met Windows   
tablet met Android   
iPad   
iPod   
smartphone met Windows   
smartphone met Android   
iPhone   
 
2a) Indien u niet over zo’n apparaat beschikt, heeft u al in het verleden de aanschaf hiervan 
overwogen? <keuzemenu: JA/NEE > (enkel zichtbaar indien 1b niet ingevuld) 
 
2b) Bent u bereid om u zo’n apparaat aan te schaffen? <keuzemenu: JA/NEE > (enkel zichtbaar indien 
1b niet ingevuld) 
 
2c) Indien zo, over welke tijdspanne spreekt u? <checklist met keuze> (enkel zichtbaar indien 1b niet 
ingevuld) 
 
Binnen de maand Binnen enkele maanden Binnen maximum zes maand Binnen maximum 1 jaar Later 
 
2d) Aan welk merk/type appara(a)t(en) denkt u dan? <checklist met keuze> (enkel zichtbaar indien 
1b niet ingevuld) 
 
laptop tablet met Windows smartphone met Windows 
Macbook tablet met Android smartphone met Android 
 iPad iPhone 
 iPod  
 
 
3a) Indien u over een persoonlijk apparaat beschikt, wilt u dit apparaat / deze apparaten dan ook 
gebruiken binnen de school? <keuzemenu: JA/NEE > (NIET zichtbaar voor ouders) 
 
3b) Indien niet, waarom niet? <tekstvak> (NIET zichtbaar voor ouders) 
 
Deel 2: invloed van BYOT op de onderwijsprocessen. Waarvoor 
worden deze persoonlijke apparaten gebruikt? 
4a) Welke apparaten gebruikt u (in de klas) en op welke tijdstippen? <tabel met radiobuttons> (NIET 
voor IT-staf) 







laptop       
Macbook       
tablet met 
Windows 






      
iPad       




      
smartphone 
met Android 
      
iPhone       
 
4b) Waarvoor worden deze apparaten gebruikt? <tekstvak> (NIET zichtbaar voor ouders) 
5a) Bekijkt u de website van de school met uw apparaat? <tabel met radiobuttons> 
 







      
 
 
5b) Ervaart u problemen bij het bekijken van deze website met uw apparaat? <keuzemenu: JA/NEE> 
 
5c) Indien ja, welke? <tekstvak> 
 
6a) Is er een digitale leeromgeving voor studenten aanwezig binnen de school (zoals Smartschool, 
Blackboard, etc.)? <keuzemenu: JA/NEE >  
6b) Indien zo, welke? <tekstvak> 
 
6c) Indien zo, waarvoor gebruikt u deze digitale leeromgeving? <checklist met keuze> (niet voor 
docenten/leerkrachten, directie/management, IT-staf) 
Bekijken/downloaden 
digitale cursussen of 
powerpoints 
Lesinformatie/uurroosters Communicatie/verzenden 




6d) Indien andere, welke? <tekstvak> (niet voor docenten/leerkrachten, directie/management, IT-
staf) 
6e) Ervaart u met uw apparaat problemen bij het bekijken van deze websites? <keuzemenu: JA/NEE> 
(niet voor docenten/leerkrachten, directie/management, IT-staf) 
 
6f) Indien zo, welke? <tekstvak> (niet voor docenten/leerkrachten, directie/management, IT-staf) 
 
 7a) Is er een digitale omgeving voor leerkrachten aanwezig binnen de school (zoals Smartschool, 
Blackboard, etc.)? <keuzemenu: JA/NEE > (niet voor studenten/leerlingen, ouders) 





7c) Indien zo, waarvoor gebruikt u deze digitale omgeving? <checklist met keuze> (niet voor 
studenten/leerlingen, directie/management, IT-staf, ouders) 









7d) Indien andere, welke? <tekstvak> (niet voor studenten/leerlingen, directie/management, IT-staf, 
ouders) 
7e) Ervaart met uw apparaat u problemen bij het bekijken van deze websites? <keuzemenu: JA/NEE> 
(niet voor studenten/leerlingen, directie/management, IT-staf, ouders) 
 
7f) Indien zo, welke? <tekstvak> (niet voor studenten/leerlingen, directie/management, IT-staf, 
ouders) 
8a) Voor welke administratieve en ondersteunende doeleinden gebruikt u uw persoonlijk apparaat? 
<tekstvak> (niet voor docenten/leerkrachten, studenten/leerlingen, ouders) 
 
8b) Ervaart u met uw apparaat problemen bij het bekijken hiervan? <keuzemenu: JA/NEE> (niet voor 
docenten/leerkrachten, studenten/leerlingen, ouders) 
 
8c) Indien zo, welke? <tekstvak> (niet voor docenten/leerkrachten, studenten/leerlingen, ouders) 
 
Deel 3: invloed van BYOT op de applicaties. Welke toepassingen 
worden op deze persoonlijke apparaten gebruikt? 
9) Welke apps/softwaretoepassingen/cloud-toepassingen gebruikt u op dit moment in 
schoolverband? <tekstvak> (NIET voor ouders) 
 
10a) Welke apps/softwaretoepassingen/cloud-toepassingen gebruikt u op dit moment in 
privéverband, maar zou u ook willen gebruiken in schoolverband? <checklist met keuze> (NIET voor 
ouders) 
 
Social media (zoals Facebook, 
Twitter, Linkedin, ect.) 
TV (zoals Yelo TV, Belgacom TV, 
etc.) 
Office (Word, Excel, Powerpoint) 
Cloud computing (zoals Dropbox, 














11a) In de loop van juni / begin juli volgt er nog een tweede, laatste vragenronde. Deze zal gaan over 
het beheer van deze apparaten in het onderwijs en is geschikt voor het management/directie en de 
IT-staf. Kunt u hier a.u.b. aangeven welke data u hiervoor beschikbaar bent?  <tekstvak>   (enkel voor 
directie/management, IT-staf) 




Hartelijk bedankt voor het invullen van deze vragenlijst. 
Indien u heeft gekozen om de resultaten van dit onderzoek te ontvangen, dan mag u in het najaar 
van mij een link ontvangen naar deze resultaten. 
 






Bijlage 2: Resultaten empirisch onderzoek naar het gebruik van BYOT 
in en rond het onderwijs 




ALG 0 – Overzicht verstuurde vragenlijsten 
Het is onmogelijk om de response te bepalen op de aangeschreven groepen. De vragenlijst werd 
oorspronkelijk verstuurd naar:  
- de scholen waar de auteur werkzaam is (Scholengemeenschap “SAMEN voor BETER!”), 
- de middelbare scholen gekoppeld aan deze scholengemeenschap (Scholengemeenschap 
“Dilbeek-Ternat”) 
- via kennissen van de auteur die werkzaam zijn in Basisschool De Linde te Nieuwerkerken, 
Basisschool Kameleon te Haren en Basisonderwijs Heilig-Hart & College te Halle, 
- Vlaamse begeleidingsdiensten van het katholiek onderwijs (lager, middelbaar, hoger 
onderwijs), 
- Erasmus Hogeschool Brussel, 
- Open Universiteit Gent, 
- Open Universiteit Nederland (via dhr. Mofers werd de lijst met IT personeel van de Open 
Universiteit Nederland beschikbaar gesteld), 
- de algemene discussiefora van de Open Universiteit Nederland, 
- het forum van de masterclass “Hoe maak je gebruik van tablets voor leren?” 
Als eerste groep werd de open Universiteit Gent aangesproken. Zij willen graag helpen, maar, 
omwille van de privacy, konden zij geen adreslijst meegeven. Ze waren echter wel bereid om zelf een 
bericht door te sturen naar alle Vlaamse studenten. 
Met deze leerervaring in het achterhoofd, werd aan de andere groepen gevraagd om de lijst door te 
sturen naar de geïnteresseerden. Dit heeft als gevolg gehad dat bijna elke van deze aangeschreven 
groepen op hun beurt de vragenlijst doorgestuurd hebben naar hun personeel, leerlingen/studenten, 
ouders en collega’s van andere scholen. 
Het uiteindelijke resultaat is dat een groot deel van de respondenten niet rechtstreeks benaderd 
werden door de auteur. Hiermee is het dus ook niet mogelijk om te bepalen hoeveel procent van de 
aangeschreven kandidaten ook daadwerkelijk gereageerd hebben. 
ALG1 - Aantal respondenten per soort gebruiker en onderwijsniveau 
 Totaal aantal respondenten die de vragenlijst volledig hebben ingevuld: 376 
(Aantal verwijderde records wegens onvolledig: 58) 

















Basisonderwijs 63 44 12 5 30 3 157 
Middelbaar 
onderwijs 
19 15 1 6 5 1 47 
Hoger onderwijs 110 14 3 2 14 8 151 
Hoger onderwijs 
NL 
2 11 2 6 0 0 21 
Totaal 156 78 17 19 47 12 376 
Tabel 9: Overzicht respondenten 
 Grafische weergave resultaten: 
 
Grafiek 1: Overzicht respondenten 
ALG2 – Geografische spreiding van de respondenten 
Onderstaande figuur geeft de geografische spreiding weer van alle respondenten die deze vragenlijst 
hebben ingevuld. Om voldoende respons te krijgen op deze vragenlijst, werden uiteindelijk meer 
uitnodigingen verstuurd dan oorspronkelijk de bedoeling was. Dit heeft als gevolg dat meerdere 
scholen aan deze vragenlijst hebben deelgenomen, waardoor een beter algemeen beeld verkregen 
werd van hoe mobiele apparaten gebruikt worden binnen de verschillende onderwijsniveaus. 
Legende: 
: basisonderwijs 
: middelbaar onderwijs 



















Figuur 9: Geografische spreiding respondenten 
Uit deze geografische spreiding blijkt dat 354 respondenten uit Vlaanderen afkomstig zijn en 23 
respondenten uit Nederland. Van deze Nederlandse respondenten bevinden er zich twee op 
middelbaar niveau (IT-staf) en 21 op hoger niveau (studenten: 2 – docenten: 11 – management: 2 – 
IT-staf: 6).  
Gezien deze resultaten werden, op hoger onderwijsniveau, de Nederlandse respondenten 
gedistilleerd worden uit de resultaten en werden deze toegevoegd worden op een apart niveau 
(Hoger onderwijs - NL). Op deze manier kunnen eventuele nuances tussen Vlaanderen en Nederland 
zichtbaar worden. 
Op middelbaar niveau is het distilleren van de resultaten tussen Vlaamse en Nederlandse 
respondenten minder nuttig, gezien het kleine aantal (2). 
ALG3 - Personeelsbestand van de deelnemende scholen 
 Basisonderwijs:  
Voor deze vraag, alsook vraag ALG4, zal, bij het basisonderwijs, een onderscheid gemaakt 
moeten worden in welke hoedanigheid de respondent de vraag heeft ingevuld. Zoals in de 
literatuurstudie is vermeld, zullen ICT-coördinatoren vaak werken voor een 
scholengemeenschap (wegens het beperkt aantal beschikbare uren per school). Een 
scholengemeenschap is een samenwerkingsverband tussen verschillende afzonderlijke 




schommelt tussen 15 en 80. Voor scholengemeenschappen schommelt het aantal 
personeelsleden tussen 200 en 230. 
 Middelbaar onderwijs:  
Het aantal personeelsleden schommelt tussen de 75 en 300, met uitzondering van één 
respondent die werkzaam is aan de Open Universiteit die tevens HAVO verzorgt. Hier werken 
600 personeelsleden. 
 Hoger onderwijs: 
Eveneens zal hier een onderscheid gemaakt moeten worden in welke hoedanigheid 
respondenten vraag heeft ingevuld. Een onderwijsinstelling in het hoger onderwijs bestaat 
immers uit verschillende departementen (of faculteiten). Twee respondenten hebben deze 
vraag, alsook de volgende, beantwoord voor één bepaald departement, wat neerkomt op 
100 tot 120 personeelsleden voor dit departement. De overige respondenten hebben het 
volledige personeelsbestand van de hogeschool/universiteit ingevuld, namelijk tussen de 250 
en 1000 personeelsleden. 
 Hoger onderwijs – NL:  
Het aantal personeelsleden schommelt tussen de 400 en 750 personeelsleden. 
ALG4 - Grootte van de IT functie binnen de deelnemende scholen 
 Basisonderwijs:  
Zoals bij vorige vraag vermeld zijn hier twee soorten antwoorden mogelijk, namelijk volgens 
school of volgens scholengemeenschap. Bij de respondenten die geantwoord hebben 
volgens school zitten de aantallen tussen de 0,2 en 0,5 voltijdse plaatsen. Bij de 
respondenten die geantwoord hebben volgens scholengemeenschap zitten de aantallen 
tussen 1,0 en 2,0 voltijdse plaatsen. 
 Middelbaar onderwijs: 
Het aantal voltijdse plaatsen bij de ICT-coördinatoren bevindt zich tussen de 1,0 en 4,0 per 
school, met uitzondering van de respondent die werkzaam is voor de Open Universiteit 
(HAVO). Het aantal voltijdse plaatsen bij de Open Universiteit is 37,0. 
 Hoger onderwijs: 
De IT-staf bestaat tussen 5,0 en 10,5 voltijdse plaatsen voor de Vlaamse respondenten die de 
vragenlijst ingevuld hebben volgens hogeschool/universiteit en 1,3 tot 1,5 voor de 
respondenten die de vragenlijst hebben ingevuld volgens departement. 
 Hoger onderwijs – NL:  




Deel 1: invloed van BYOT op de systemen. Welke mobiele apparaten 
worden gebruikt? 
 
A1 - Beschikt u over een mobiel apparaat, al dan niet eigendom van de school? Een mobiel 
apparaat kan een laptop, een Tablet PC of een smartphone zijn. 
Deze resultaten worden eerst verwerkt volgens onderwijsniveau en tot slot worden de algemene 
totalen weergegeven. 
 Basisonderwijs: 
 Lln/stud Lkr/doc Dir/man ICT Ouders Adm. 
pers. 
Totaal 
Ja 50 40 12 5 30 2 139 
Nee 13 4 0 0 0 1 18 
Tabel 10: Basisonderwijs – beschikking over mobiele apparaten 
 
Grafiek 2: Basisonderwijs – beschikking over mobiele apparaten 
 Middelbaar onderwijs: 
 Lln/stud Lkr/doc Dir/man ICT Ouders Adm. 
pers. 
Totaal 
Ja 18 14 1 6 4 1 44 
Nee 1 1 0 0 1 0 3 
Tabel 11: Middelbaar onderwijs – beschikking over mobiele apparaten 
 
Grafiek 3: Middelbaar onderwijs – beschikking over mobiele apparaten 




















 Lln/stud Lkr/doc Dir/man ICT Ouders Adm. 
pers. 
Totaal 
Ja 104 14 3 2 12 8 143 
Nee 6 0 0 0 2 0 8 
Tabel 12: Hoger onderwijs – beschikking over mobiele apparaten 
 
Grafiek 4: Hoger onderwijs – beschikking over mobiele apparaten 
 
 Hoger onderwijs – NL:  
 Lln/stud Lkr/doc Dir/man ICT Ouders Adm. 
pers. 
Totaal 
Ja 1 11 2 5 0 0 19 
Nee 1 0 0 1 0 0 2 
Tabel 13: Hoger onderwijs NL – beschikking over mobiele apparaten 
 
Grafiek 5: Hoger onderwijs NL – beschikking over mobiele apparaten 
 Totale resultaten (over alle onderwijsniveaus/landen heen): 
 Lln/stud Lkr/doc Dir/man ICT Ouders Adm. 
pers. 
Totaal 
Ja 173 79 18 18 46 11 345 
Nee 21 5 0 1 3 1 31 





















Grafiek 6: Totaal – beschikking over mobiele apparaten 
 Conclusie: uit het antwoord op deze vraag blijkt dat het overgrote deel van de respondenten 
(92%) beschikt over een mobiel apparaat. Logisch zou zijn dat hoe jonger de leeftijd van de 
respondent is, hoe minder het aantal zou moeten zijn dat over een mobiel apparaat beschikt. 
Dit is inderdaad het geval, maar zelfs in het basisonderwijs beschikt bijna 3 op 4 leerlingen al 
over een mobiel apparaat. 
Noot: het laagste percentage bevindt zich bij de groep leerlingen/studenten in het 
Nederlands hoger onderwijs (50% ja – 50% nee). Dit resultaat is te negeren gezien het klein 
aantal respondenten (2). 
A1POS – Over welke mobiele apparaten beschikt u? 
Van die respondenten die beschikken over een mobiel apparaat, volgt hieronder een overzicht, per 
onderwijsniveau, van welke types dit zijn. Per type apparaat worden eerst de ruwe aantallen 
weergegeven, gevolgd door het percentage respondenten dat beschikt over dat mobiel apparaat. 
 Basisonderwijs: 
Aantal respondenten uit het basisonderwijs die beschikken over een mobiel apparaat (A1): 
139. 
  Eigendom van de 
school 
Apparaat aangeschaft 
met eigen middelen 
laptop 60 43% 86 62% 
Macbook 2 1% 11 8% 
tablet met 
Windows 
4 3% 11 8% 
tablet met Android 2 1% 16 12% 
iPad 1 <1% 51 37% 
iPod 3 2% 38 27% 
smartphone met 
Windows 
1 <1% 7 5% 
smartphone met 
Android 
7 5% 30 22% 
iPhone 2 1% 22 16% 
Tabel 15: Basisonderwijs – overzicht gebruikte mobiele apparaten 












Aantal respondenten uit het middelbaar onderwijs die beschikken over een mobiel apparaat 
(A1): 44. 
  Eigendom van de 
school 
Apparaat aangeschaft 
met eigen middelen 
laptop 11 25% 37 84% 
Macbook 0 0% 6 14% 
tablet met 
Windows 
0 0% 4 9% 
tablet met Android 0 0% 8 18% 
iPad 1 2% 12 27% 
iPod 0 0% 13 30% 
smartphone met 
Windows 
0 0% 6 14% 
smartphone met 
Android 
0 0% 9 20% 
iPhone 0 0% 8 18% 
Tabel 16: Middelbaar onderwijs – overzicht gebruikte mobiele apparaten 
 Hoger onderwijs: 
Aantal respondenten uit het hoger onderwijs die beschikken over een mobiel apparaat (A1): 
143. 
  Eigendom van de school Apparaat aangeschaft 
met eigen middelen 
laptop 22 15% 108 76% 
Macbook 2 1% 20 14% 
tablet met Windows 1 <1% 4 3% 
tablet met Android 0 0% 20 14% 
iPad 7 5% 44 31% 
iPod 0 0% 45 31% 
smartphone met 
Windows 
0 0% 10 7% 
smartphone met 
Android 
0 0% 48 34% 
iPhone 0 0% 37 26% 
Tabel 17: Hoger onderwijs – overzicht gebruikte mobiele apparaten 
 Hoger onderwijs – NL: 
Aantal respondenten uit het Nederlands hoger onderwijs die beschikken over een mobiel 






  Eigendom van de school Apparaat aangeschaft 
met eigen middelen 
 laptop 14 74% 5 26% 
Macbook 3 16% 0 0% 
tablet met Windows 0 0% 1 5% 
tablet met Android 0 0% 4 21% 
iPad 1 5% 9 47% 
iPod 0 0% 3 16% 
smartphone met 
Windows 
0 0% 0 0% 
smartphone met 
Android 
0 0% 9 47% 
iPhone 0 0% 5 26% 
Tabel 18: Hoger onderwijs NL – overzicht gebruikte mobiele apparaten 
 Totale resultaten (over alle onderwijsniveaus/landen heen): 
Totaal aantal respondenten die beschikken over een mobiel apparaat (A1): 345. 
  Eigendom van de school Apparaat aangeschaft 
met eigen middelen 
 laptop 107 31% 236 68% 
 Macbook 7 2% 37 11% 
 tablet met Windows 5 1% 20 6% 
 tablet met Android 2 <1% 48 14% 
 iPad 10 3% 116 34% 
 iPod 3 <1% 99 29% 
 smartphone met 
Windows 
1 <1% 23 7% 
 smartphone met Android 7 2% 96 28% 
 iPhone 2 <1% 72 21% 
Tabel 19: Totaal – overzicht gebruikte mobiele apparaten 
 Conclusie: Over elk van de onderwijsniveaus heen worden gelijklopende trends 
waargenomen. Het overgrote deel van de respondenten beschikt over een laptop 
(voornamelijk aangeschaft met eigen middelen). Bij de resultaten van het Nederlands hoger 
onderwijs zijn de laptops evenwel hoofdzakelijk eigendom van de school. Dit is te verklaren 
doordat in deze groep hoofdzakelijk leden van de IT-staf de vragenlijst hebben ingevuld. Voor 
deze functie is het noodzakelijk dat de onderwijsinstelling het materiaal voorziet.  
IPads komen op de tweede plaats, met iets meer dan één derde van de respondenten die 
hierover beschikken, kort gevolgd door iPods. Android tablets zijn in mindere aantallen 
aanwezig, maar toch heeft nog gemiddeld 14% van de respondenten een Android tablet. 




toekomst nog stijgen, omdat Windows tablets nog maar sinds het tweede deel van 2012 op 
de markt aanwezig zijn. 
Bij mobiele telefonie komen Adroid smartphones op de eerste plaats, gevolgd door de 
iPhone. Ook hier loopt de Windows variant achter. Maar eveneens wordt verwacht dat dit 
aantal in de toekomst nog zal stijgen.  
A1NEG – Heeft u in het verleden reeds de aanschaf van zo'n mobiel apparaat overwogen en bent u 
bereid om in de toekomst zo’n mobiel apparaat aan te schaffen? Over welke tijdspanne en over 
wek type apparaat spreekt u dan? 
Van de 31 respondenten die nog niet beschikken over een mobiel apparaat heeft iets minder dan de 
helft in het verleden reeds nagedacht zich om een mobiel apparaat aan te schaffen. Bijna 70% van de 
respondenten denkt er evenwel aan om zich in de toekomst een mobiel apparaat aan te schaffen. 
 Heeft u in het verleden reeds de 
aanschaf van zo'n mobiel 
apparaat overwogen? 
Bent u bereid om in de 
toekomst zo’n mobiel 
apparaat aan te schaffen? 
Ja 15 22 
Nee 16 9 
Tabel 20: Toekomstig gebruik van mobiele apparaten 
 
Grafiek 7: Toekomstig gebruik van mobiele apparaten 
Hiervan zullen 71% van de gebruikers binnen een periode van 1 jaar beschikken over een nieuw 
apparaat. 
   Tijdspanne 
Binnen de maand 2 
Binnen enkele maanden 4 
Binnen maximum 6 maand 2 
Binnen maximum 1 jaar 8 
Later 6 
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Grafiek 8: Tijdspanne aankoop nieuw mobiel apparaat 
Wanneer dit aantal wordt gecombineerd met het aantal respondenten die reeds beschikken over 
een mobiel apparaat, krijgen we het totaal aantal respondenten die binnen een periode van één jaar 
zullen beschikken over een mobiel apparaat. Zoals uit onderstaande tabel blijkt, zullen binnen het 
jaar meer dan 96% over een mobiel apparaat beschikken. 
Mobiel apparaat 361 96% 
Geen mobiel apparaat 15 4% 
Tabel 22: Aantal respondenten die binnen het jaar beschikken over een mobiel apparaat 
Onderstaand overzicht geeft weer welke apparaten de interesse wekt van de respondenten. 
Aan welk merk/type appara(a)t(en) denkt 
u dan? 
 laptop 12 
 Macbook 1 
 tablet met Windows 6 
 tablet met Android 7 
 iPad 7 
 iPod 2 
 smartphone met Windows 3 
 smartphone met Android 3 
 iPhone 4 








Binnen de maand 
Binnen enkele 
maanden 
Binnen maximum 6 
maand 






Grafiek 9: Toekomstige soorten apparaten 
Uit bovenstaand overzicht blijkt dat de trend zich verder doorzet. Op de eerste plaats komen laptops 
te staan, gevolgd door iPads en Android tablets. Op de vierde plaats staan nog steeds de Windows 
tablets, maar nu wel met een hoger percentage dan de huidige toestand. Hier wordt aan de 
verwachting voldaan dat tablets met het Windows besturingssysteem in de toekomst meer en meer 
zullen aangekocht worden. 
Dit is evenzeer zo met het aantal smartphones. De iPhone staat nog steeds aan de leiding. Het aantal 
Windows phones komt bijna op gelijke hoogte te staan met het aantal Android phones.  
A2 – Wilt u dit apparaat / deze apparaten dan ook gebruiken binnen de school en indien niet, 
waarom niet? 
Deze vraag werd gesteld aan alle respondenten die over een mobiel apparaat beschikken, alsook die 
respondenten die zich in de toekomst een mobiel apparaat willen aanschaffen, met uitzondering van 
de ouders (aangezien het hier gaan over gebruik binnen de school) en het administratief personeel 
(aangezien deze meestal beschikking hebben over een vaste werkplek).  
Het overgrote deel van deze respondenten willen hun mobiel(e) appara(a)t(en) gebruiken binnen de 
school (86%). Hieronder volgt per onderwijsniveau een overzicht. 
 Basisonderwijs: 
 Lln/stud Lkr/doc Dir/man ICT Totaal 
Ja 40 37 11 5 93 
Nee 20 4 1 0 25 
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Grafiek 10: Basisonderwijs – gebruik apparaten binnen de school 
 Middelbaar onderwijs: 
 Lln/stud Lkr/doc Dir/man ICT Totaal 
Ja 17 13 1 6 37 
Nee 1 2 0 0 3 
Tabel 25: Middelbaar onderwijs – gebruik apparaten binnen de school 
 
Grafiek 11: Middelbaar onderwijs – gebruik apparaten binnen de school 
 Hoger onderwijs: 
 Lln/stud Lkr/doc Dir/man ICT Totaal 
Ja 97 12 3 2 114 
Nee 12 2 0 0 14 
Tabel 26: Hoger onderwijs – gebruik apparaten binnen de school 
 





























 Hoger onderwijs – NL: 
 Lln/stud Lkr/doc Dir/man ICT Totaal 
Ja 1 10 1 6 18 
Nee 0 1 1 0 2 
Tabel 27: Hoger onderwijs NL – gebruik apparaten binnen de school 
 
Grafiek 13: Hoger onderwijs NL – gebruik apparaten binnen de school 
 Totale resultaten (over alle onderwijsniveaus/landen heen): 
 Lln/stud Lkr/doc Dir/man ICT Totaal Percentage 
Ja 155 72 16 19 262 86% 
Nee 33 9 2 0 44 14% 
Tabel 28: Totaal – gebruik apparaten binnen de school 
 
Grafiek 14: Totaal – gebruik apparaten binnen de school 
- Aan de respondenten die hun mobiele apparaten niet willen gebruiken binnen de school, 
werd gevraagd waarom ze dit niet willen doen. De grootste tegenstand op deze vraag kwam 
vanuit het basisonderwijs, wat te verwachten valt gezien de leeftijd en de 
verantwoordelijkheid dat het gebruik van deze apparaten met zich meebrengt.  
De antwoorden kunnen in 9 categorieën onderverdeeld worden. 
 Cultuuromslag: het nut is niet bewezen, er wordt tijdens de onderwijsprocessen 
weinig of geen gebruik van gemaakt, het zorgt voor afleiding, kinderen moeten leren 
schrijven op school, buiten school wordt al te veel gebruik gemaakt van mobiele 
apparaten, etc..  
 Het financiële aspect: de school moet hier zelf in voorzien. 
 Schrik van beschadiging van het apparaat en/of diefstal. 




















 Leeftijd: geen zin meer om in de nieuwe technologie in te stappen. 
 Infrastructuur: de netwerkinfrastructuur is niet voorzien op het gebruik van mobiele 
apparaten. 
 Beleid: geen algemeen beleid binnen de school. 
 Niet toegelaten: de school laat mobiele apparaten niet toe. 
 Niet geclassificeerd: overige antwoorden. 
De ruwe data per categorie vindt u terug in bijlage 1.  
Conclusie:  
Gezien de wil die er bij de meeste respondenten is om de apparaten te gebruiken binnen de school, 





Deel 2: invloed van BYOT op de onderwijsprocessen. Waarvoor 
worden deze mobiele apparaten gebruikt? 
 
B1 – Welke mobiele apparaten gebruikt u in de klas/op het werk en op welke tijdstippen? 
Deze vraag werd gesteld aan alle leerlingen/studenten en personeel (uitgezonderd het administratief 
personeel omdat deze normaalgezien over een vaste werkplek beschikken). Ouders werden ook 
genegeerd gezien deze niet in de klas zitten en in de school niet werken. 
Onderstaand vindt u een overzicht van de resultaten per onderwijsniveau: 
- Basisonderwijs: 
Het aantal respondenten op dit onderwijsniveau, die deze vraag hebben ingevuld (totaal – 
adm. pers. – ouders): 107   











 laptop 48 4 12 23 9 11 
 Macbook 1 1 1 0 3 101 
 tablet met Windows 4 1 2 1 5 94 
 tablet met Android 1 1 0 2 5 98 
 iPad 7 7 2 1 3 87 
 iPod 6 2 2 3 2 92 
 smartphone met Windows 2 0 0 0 1 104 
 smartphone met Android 11 0 0 0 5 91 
 iPhone 3 2 1 1 2 98 
Tabel 29: Basisonderwijs – gebruik apparaten binnen de klas / voor het werk 
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- Middelbaar onderwijs: 
Het aantal respondenten op dit onderwijsniveau, die deze vraag hebben ingevuld (totaal – 
adm. pers. – ouders): 39   











 laptop 16 6 2 2 3 10 
 Macbook 2 0 1 1 0 35 
 tablet met Windows 0 0 1 0 0 38 
 tablet met Android 0 1 3 0 0 35 
 iPad 4 4 2 0 0 29 
 iPod 2 2 2 0 0 33 
 smartphone met Windows 1 0 1 0 1 36 
 smartphone met Android 5 0 1 0 0 33 
 iPhone 5 0 1 0 0 33 
Tabel 30: Middelbaar onderwijs – gebruik apparaten binnen de klas / voor het werk 
 
Grafiek 16: Middelbaar onderwijs – gebruik apparaten binnen de klas / voor het werk 
- Hoger onderwijs: 
Het aantal respondenten op dit onderwijsniveau, die deze vraag hebben ingevuld (totaal – 
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 laptop 50 10 14 9 7 33 
 Macbook 14 2 2 1 0 104 
 tablet met Windows 1 3 0 0 1 118 
 tablet met Android 1 5 2 0 1 114 
 iPad 13 9 1 1 3 96 
 iPod 3 6 5 1 4 104 
 smartphone met Windows 2 2 1 0 0 118 
 smartphone met Android 17 3 0 1 1 101 
 iPhone 15 3 1 1 3 100 
Tabel 31: Hoger onderwijs – gebruik apparaten binnen de klas / voor het werk 
 
Grafiek 17: Hoger onderwijs – gebruik apparaten binnen de klas / voor het werk 
- Hoger onderwijs – NL: 
Het aantal respondenten op dit onderwijsniveau, die deze vraag hebben ingevuld (totaal – 
adm. pers. – ouders): 19   











 laptop 13 2 0 0 1 3 
 Macbook 2 1 0 0 0 16 
 tablet met Windows 0 1 0 0 0 18 
 tablet met Android 0 1 2 1 0 15 
 iPad 3 1 1 0 1 13 
 iPod 0 0 0 0 0 19 
 smartphone met Windows 0 0 0 0 0 19 
 smartphone met Android 4 0 2 1 0 12 
 iPhone 3 0 0 1 0 15 
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Grafiek 18: Hoger onderwijs NL – gebruik apparaten binnen de klas / voor het werk 
- Totale resultaten (over alle onderwijsniveaus/landen heen): 











 laptop 127 22 28 34 20 57 
 Macbook 19 4 4 2 3 256 
 tablet met Windows 5 5 3 1 6 268 
 tablet met Android 2 8 7 3 6 262 
 iPad 27 21 6 2 7 225 
 iPod 11 10 9 4 6 248 
 smartphone met Windows 5 2 2 0 2 277 
 smartphone met Android 37 3 3 2 6 237 
 iPhone 26 5 3 3 5 246 
Tabel 33: Totaal – gebruik apparaten binnen de klas / voor het werk 
 
Grafiek 19: Totaal – gebruik apparaten binnen de klas / voor het werk 
Conclusie: 
Hieruit kan geconcludeerd worden dat nog vrij weinig apparaten binnen de klas en door het 
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in de klas/voor het werk zijn voornamelijk laptops. iPads, iPhones en smartphones met Android 
komen in geringe mate voor, maar de overige apparaten bijna niet.  
B2 – Waarvoor worden deze apparaten gebruikt? 
 
Deze vraag werd, net zoals vraag B1, gesteld aan alle leerlingen/studenten en personeel 
(uitgezonderd het administratief personeel omdat deze normaalgezien over een vaste computer 
beschikken om hun werk te doen). Ouders werden ook genegeerd gezien deze niet in de klas zitten 
en in de school niet werken. 
Alle antwoorden zijn geclassificeerd in 18 verschillende klassen. Onderstaand vindt u een overzicht 
van de resultaten per onderwijsniveau.  
- Basisonderwijs: 
Klasse Leerling Leerkracht Directie IT 
Beheertaken - - - 3 
Cloud toepassingen - 16 5 - 
Educatieve spelletjes 10 4 - - 
ICT-les 20 3 - - 
Lesondersteuning - 15 - - 
Lesvoorbereiding - 5 - 1 
Mail /Agenda 1 10 6 2 
Muziek 2 5 - - 
Niet tijden de les - 2 - - 
Oefeningen maken 6 - - - 
Opzoekingswerk 11 11 2 3 
Presentaties/video's tonen/bekijken - 9 - 1 
Tekstverwerking/Office 4 10 6 1 
Telefoongesprekken / SMS - - 1 3 
Tabel 34: Basisonderwijs – overzicht redenen van gebruik apparaten binnen de klas / voor het werk 
- Middelbaar onderwijs: 
Klasse Leerling Leerkracht Directie IT 
Beheertaken - - - 4 
Cloud toepassingen - 3 1 - 
Educatieve spelletjes 1 - - - 
Lesondersteuning - 3 - 1 
Lesvoorbereiding 1 1 - - 
Mail /Agenda - 2 - 1 
Muziek 1 1 - - 
Niet tijden de les 3 - - - 
Opzoekingswerk 4 - - 1 
Opzoekingswerk - 4 - - 
Presentaties/video's 
tonen/bekijken 
2 7 - - 




Tekstverwerking/Office - 1 - - 
Telefoongesprekken / SMS 3 - 1 1 
Virtualisatie - - 1 - 
Tabel 35: Middelbaar onderwijs – overzicht redenen van gebruik apparaten binnen de klas / voor het werk 
- Hoger onderwijs: 
Klasse Leerling Leerkracht Directie IT 
Beheertaken (1) - - - 1 
Cloud toepassingen 21 4 1 - 
Didactisch hulpmiddel (1) - - 1 - 
Educatieve spelletjes 1 - - - 
GSM voting - 1 - - 
Lesondersteuning 8 3 - 1 
Lesvoorbereiding 6 2 - - 
Mail /Agenda 19 3 2 - 
Muziek 6 - - - 
Niet tijden de les 4 - - - 
Oefeningen maken - 1 - - 
Opzoekingswerk 34 4 1 2 
Presentaties/video's tonen/bekijken 12 8 - - 
Specifieke software 4 1 - - 
Tekstverwerking/Office 36 4 2 1 
Telefoongesprekken / SMS 5 - - - 
Tabel 36: Hoger onderwijs – overzicht redenen van gebruik apparaten binnen de klas / voor het werk 
- Hoger onderwijs – NL: 
 Leerling Leerkracht Directie IT 
Beheertaken - - - 2 
Cloud toepassingen - 4 - 2 
Lesvoorbereiding - 1 - - 
Mail /Agenda - 5 1 4 
Opzoekingswerk 1 - - - 
Presentaties/video's tonen/bekijken - 4 - - 
Specifieke software - 2 - 1 
Tekstverwerking/Office 1 1 1 - 
Tekstverwerking/Office - 3 - - 
Tabel 37: Hoger onderwijs NL – overzicht redenen van gebruik apparaten binnen de klas / voor het werk 
Conclusie: 
In het basisonderwijs worden mobiele apparaten vaak enkel gebruikt tijdens ‘speciale’ ICT-lessen en 
in mindere mate in de normale klaspraktijk. Er wordt wel gebruik gemaakt van mobiele apparaten 
voor lesondersteuning, indien de klassen beschikken over een interactief bord. Dit vraagt tevens om 
lesvoorbereiding, want deze leerkrachten/docenten zullen moeten beschikken over digitaal 
lesmateriaal (zoals Smartboard lessen, bordboeken, PowerPoint voorstellingen, etc.). Maar hier is 




de klaspraktijk. Wanneer de mobiele apparaten (uitgezonderd smartphones) toch gebruikt worden in 
de klas, is dit voor standaard toepassingen en internet gebaseerde activiteiten. 
Ook in het middelbare en hoger onderwijs valt op dat mobiele apparaten niet overal tijdens de 
lespraktijk gebruikt worden. Indien ze wel gebruikt worden, treden het geven van en bekijken van 
presentaties, evenals Office toepassingen op de voorgrond. Ook komen smartphones hier in geringe 
mate ook (GSM voting system). 
In het hoger onderwijs wordt tevens meer gebruik gemaakt van specifieke software. Dit is software 
die nog steeds lokaal op het apparaat wordt geïnstalleerd en specifiek is voor de opleiding. 
B3 – Hoe vaak bekijkt u de schoolwebsite met uw apparaat en ervaart u hierbij problemen? 
De schoolwebsite wordt door het overgrote deel van de respondenten bekeken (meer dan 90% van 











Dagelijks 14 16 45 11 86 
Wekelijks 38 15 54 4 111 
Enkele keren per maand 36 3 19 0 58 
Enkele keren per trimester 23 1 9 0 33 
Enkele keren per schooljaar 20 6 8 2 36 
Nooit 8 3 8 2 21 
Tabel 38: Overzicht bezoek schoolwebsite 
 
Grafiek 20: Overzicht bezoek schoolwebsite 












Problemen 4 2 21 3 30 
Geen problemen 135 42 122 16 315 
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Grafiek 21: Problemen bij bezoek schoolwebsite 
De gemelde problemen hierbij zijn (dubbele vermeldingen zijn verwijderd): 
- Netwerkproblemen / website ligt plat; 
- Problemen met het aanmelden; 
- Pagina wil niet laden / website blokkeert; 
- Traagheid van de website; 
- Links reageren niet; 
- Geen mobiele website, dus vaak scrollen;  
- Formaat website niet leesbaar op mobiel apparaat;  
- Layout en grootte problemen;  
- Problemen met ‘Cookies’; 
- Browser compatibiliteit / versie problemen; 
- Fouten op pagina; 
- Niet enkel mobiele apparaten, maar ook verouderde apparatuur geeft problemen; 
- Niet toegankelijk voor smartphones; 
- Slechte knopbediening, vaak geen rechtstreekse toeging, geen mogelijkheid tot opslaan van 
wachtwoord; 
- Indien site niet bereikbaar dan geen studiemogelijkheid; 
- Site soms deels ontoegankelijk vanwege missende device-specifieke software zoals flash; 
- Problemen met webservices, zodat er niks meer gebeurt in Verkenner. 
Conclusie: 
Uit deze problemen kan geconcludeerd worden dat, gezien het aantal mobiele apparaten, toch 
belangrijk zal zijn dat de onderwijsinstelling kijkt om zijn website ook toegankelijk/beschikbaar te 
maken voor deze apparaten.  
Gezien het kleine aantal gemelde problemen echter hebben de meeste scholen dit al goed voor 
elkaar. 
B4 – Is er een digitale leeromgeving voor studenten aanwezig binnen de school en ervaart u hierbij 
problemen? 
Deze vraag werd voorgelegd aan de leerlingen/studenten. In het basisonderwijs wordt nog bijna 





























Ja 6 20 85 1 112 
Nee 74 2 31 0 108 
Tabel 40: Overzicht digitale leeromgevingen studenten 
 
Grafiek 22: Overzicht digitale leeromgevingen studenten 
Indien een digitale leeromgeving aanwezig was, werd gevraagd over welke digitale leeromgeving het 
ging. Deze vraag is minder belangrijk voor het onderzoek. Het doet er immers minder toe welke 
leeromgeving gebruikt wordt, maar wel of deze goed functioneert op de mobiele apparaten. Deze 
antwoorden worden hierdoor in bijlage 3 meegegeven. Daarnaast werd gevraagd waarvoor de 
digitale leeromgeving werd gebruikt. Doordat verschillende respondenten blijkbaar een verkeerd 
beeld hadden van wat juist een digitale leeromgeving is (ook bij vraag B5 – vaak verward met digitaal 
bord), werden de antwoorden op deze vraag genegeerd. Ook werd hiermee rekening gehouden bij 
het overige deel van deze (en volgende) vraag. (Van die respondenten die een verkeerd beeld 
hadden over de digitale leeromgeving werd het antwoord op de vraag ‘Is er een digitale 
leeromgeving aanwezig?’ veranderd naar ‘Niet ingevuld’. Deze antwoorden werden dus genegeerd.)  
Gezien het onderzoek gericht is op het inpassen van BYOT is het ‘waarom’ dat deze websites gebruikt 
worden uiteindelijk ook minder belangrijk. Belangrijk is waar naar gekeken moet worden bij de 
creatie van de websites (de ‘problemen’). Bij de digitale leeromgevingen worden door de studenten 











Problemen 0 1 14 0 15 
Geen problemen 6 19 71 1 97 













Grafiek 23: Problemen bij digitale leeromgevingen studenten 
De gemelde problemen hierbij zijn (dubbele vermeldingen zijn verwijderd): 
- Pagina wil niet laden / website blokkeert; 
- Aanmeldproblemen; 
- Problemen met ‘Cookies’; 
- Browser compatibiliteit / versie problemen; 
- Niet enkel mobiele apparaten, maar ook verouderde apparatuur geeft problemen; 
- Formaat website niet leesbaar op mobiel apparaat;  
- Layout en grootte problemen;  
- Onduidelijke ordening van gegevens; 
- Capaciteitsproblemen. 
Conclusie: 
De problemen die gemeld worden zijn gelijklopend met de problemen die gemeld werden bij de 
schoolwebsite. 
B5 – Is er een digitale leeromgeving voor leerkrachten/personeel aanwezig binnen de school en 
ervaart u hierbij problemen? 
Deze vraag werd voorgelegd aan het volledige personeel (alle respondenten behalve studenten en 
ouders). 
Uit de gegeven antwoorden blijkt dat in het basisonderwijs ongeveer 2/3 van de 
onderwijsinstellingen beschikt over een digitale omgeving voor het personeel. In het middelbare en 
hoger onderwijs beschikt iedere school over een digitale leeromgeving voor het personeel. 












Ja 36 22 25 18 101 
Nee 23 0 2 0 25 


















Grafiek 24: Overzicht digitale leeromgevingen personeel 











Problemen 4 1 3 2 11 
Geen problemen 32 21 22 16 90 
Tabel 43: Problemen bij digitale leeromgevingen personeel 
 
Grafiek 25: Problemen bij digitale leeromgevingen personeel 
De gemelde problemen hierbij zijn (dubbele vermeldingen zijn verwijderd): 
- Traagheid; 
- Aanmeldproblemen; 
- Pagina wil niet laden / website blokkeert; 
- Formaat website niet leesbaar op mobiel apparaat;  
- Geen mobiele website / niet alle functies werken. 
Conclusie: 
Ook deze problemen zijn gelijklopend met deze uit de vorige twee vragen. 
B6 – Voor welke administratieve en ondersteunende doeleinden gebruikt u uw mobiel apparaat en 


























Deze vraag werd voorgelegd aan directies/leden van het management, administratief personeel en 
ICT-Coördinatoren/leden van de IT-staf. 
De administratieve en ondersteunende doeleinden kunnen geclassificeerd worden onder: 
- Cloud toepassingen / Administratie 
- Mail / Agenda 
- Beheerwerkzaamheden 
- Tekstverwerking / Office 
Voor een volledig overzicht van de ingegeven antwoorden kan u de ruwe data bekijken in bijlage 5. 
Bij deze administratieve en ondersteunende doeleinden werd maar 1 probleem gemeld, namelijk dat 











Problemen 0 0 1 0 2 
Geen problemen 19 8 12 7 45 
Tabel 44: Problemen bij administratieve en ondersteunende doeleinden 
 
Grafiek 26: Problemen bij administratieve en ondersteunende doeleinden 
Conclusie: 
Hieruit kan geconcludeerd worden dat de toepassingen die gebuikt worden voor administratie en 


















Deel 3: invloed van BYOT op de applicaties. Welke toepassingen 
worden op deze mobiele apparaten gebruikt? 
 
C1 – Welke apps/softwaretoepassingen/cloud-toepassingen gebruikt u op dit moment in 
schoolverband? 
Deze vraag, alsook vraag C2 werd ingevuld door alle respondenten, uitgezonderd ouders, aangezien 
deze geen apparaten (en bijgevolg ook geen toepassingen) zullen gebruiken in de klas. Het totaal 
aantal respondenten voor deze vragen komt hiermee op 329. 
Alle ingegeven antwoorden konden geclassificeerd worden in 16 groepen. Onderstaand volgt een 
overzicht van deze groepen. De ruwe data wordt weergegeven in bijlage 6.  
Internet - Algemeen Mail Cloud computing - 
digitale 
leeromgevingen 















browser & app) 
Office 365 Google Drive 
Spelletjes (zowel via 
internet als apps) 






Toledo (KULeuven) en 
KULoket 
Partena Netsalary iCloud 
Google maps Facebook HUBwise PC-Banking Box 
Google Translate Yammer Studienet Informat 
(leerlingen/personeelsadministratie) 
Cubby 
Bingel (spelletjes) LinkedIn Schoolonline Ikklik (ondersteuning leerkrachten) Google Docs 









Prezi (online presentation 
software) 
App Stores Conferencing   Zorgkompas   
Google Apps 
Education Server 
Elluminate Virtialisatie Webmail Specifieke software 
Apple Store Skype VMWare Google Agenda 2thepoint 
(rapportprogramma) 
  Lync RDP (Remote desktop)   Myrosoft 
(rapportprogramma) 
Reader software     Office lokaal Maxima (computer algebra 
pakket) 
Good Reader Apps Geluid / Video Word, Excel, Powerpoint, Access Beheer en ontwikkeltools 
iBooks SlideShark Audacity Kingsoft Office (Android) Geogebra 
(wiskundesoftware) 
Kindle Penultimate Windows Movie 
Maker 
  Eclipse, subversion, 
teksteditors, Yammer en 
WampServer. 
Diigo Pages GIMP Digibord / Smartboard Programmeer-IDE's, UML 
toepassingen 




PDF Keynote Video delay (app) Onderwijsmethoden / bordboeken / 
online knooppunt (bvb die keure 
leraarskamer) 
IBM SPSS Statistics, Eviews 




Coachnote (app) Prowise Referentie software: 
EndNote, Evernote, 
Symbaloo 
Foxit       Mindmap / Xmind / 
Mindomo 
        gedownloade educatieve 
software voor 
leerlingengebruik 
        Photoshop 
        SAP 
        Autodesk design suite  
        Adobe CS6 suite 
        Wrts (overhoorprogramma) 
        QR-reader 
        Cathedron 
        Firebird (databank) + 
FlameRobin (beheertool) 
Tabel 45: Overzicht apps/softwaretoepassingen/cloud-toepassingen die op dit moment in schoolverband 
gebruikt worden 
Conclusie: 
Zoals u kan merken maakt het overgrote deel van apps/softwaretoepassingen/cloud-toepassingen 
gebruik van het internet.  
Mening van de auteur: 
Het zal uitermate belangrijk zijn om, als onderwijsinstelling, te voorzien in voldoende bandbreedte.  
C2 – Welke apps/softwaretoepassingen/cloud-toepassingen gebruikt u op dit moment in 
privéverband, maar zou u ook willen gebruiken in schoolverband? 
Hier werden voornamelijk standaardfaciliteiten geselecteerd (Office en email). Social media krijgt ook 
een belangrijke plaats net zoals het gebruik van cloud-toepassingen om bestanden op te slaan. In 
mindere mate werd antwoord ‘Andere’ geselecteerd. Uit deze antwoorden blijkt dat het 
voornamelijk over opleidingsspecifieke toepassingen gaat. Gezien de antwoorden op vraag C1 zijn al 
vele apps/softwaretoepassingen/cloud-toepassingen toegelaten binnen de onderwijsinstelling. 
Hierdoor kan worden aangenomen dat dit de reden is waarom zo weinig respondenten antwoord ‘F’ 
(Andere) geselecteerd hebben en zo veel respondenten antwoord ‘G’ (Geen). Hieronder volgt het 









A. Social media 120 
B. Op centrale server opslaan van je persoonlijke gegevens 99 
C. TV 54 
D. Email  138 
E. Office (Word, Excel, Powerpoint) 144 
F. Andere  17 
G. Geen 84 
Tabel 46: Overzicht apps/softwaretoepassingen/cloud-toepassingen die op dit moment in privéverband 
gebruikt worden, maar ook in schoolverband willen gebruikt worden 
 
Grafiek 27: Overzicht apps/softwaretoepassingen/cloud-toepassingen die op dit moment in privéverband 
gebruikt worden, maar ook in schoolverband willen gebruikt worden 
Onder antwoord F (Andere) wordt verstaan: 
- Spelletjes 
- Muziek en het aanpassen van audiofiles 
- Foto- en beeldbewerking 
- Ontwikkelomgeving 
- Databank 
- Geografische kaartprogramma's 
- Scannen 
- Digitale cursussen 
- Bibliografie software zoals Endnote Latex, Refworks, Menderly 
- Videoconferencing met groepen 














Afsluitende vragen van deze vragenronde 
 
AFSL1 - Vanaf half juni, uiterlijk begin juli volgt er nog een tweede, laatste vragenronde, die zal 
gaan over het beheer van deze apparaten in het onderwijs. De vragenlijst zal bedoeld zijn voor het 
management/directie en de IT-staf. Kunt u hier a.u.b. aangeven welke data u hiervoor beschikbaar 
bent? 
De stakeholdergroepen directies/management en ICT-coördinatoren/IT-staf werden gevraagd deel te 
nemen aan de tweede fase van het empirisch onderzoek, betreffende het inpassen van BYOT in het 
onderwijs.  
De groep directies/management blijkt het moeilijkste bereikbaar te zijn. In het basisonderwijs 
hebben 12 directies de vragenlijst ingevuld. Hiervan maken 10 directies deel uit van dezelfde 
scholengemeenschap (waar de auteur werkzaam is). Hier zullen dus, voor de tweede empirische fase, 
soortgelijke resultaten verwacht worden, waardoor de algemeenheid van het onderzoek in mindere 
mate kan aangetoond worden. In het middelbaar onderwijs heeft slechts één directie de vragenlijst 
ingevuld. Tot slot hebben voor het hoger onderwijs vijf leden van het management de vragenlijst 
ingevuld, waarvan drie respondenten (2 uit Nederland en 1 uit Vlaanderen) aangaven liever niet deel 
te nemen aan de tweede fase. 
Voor de groep ICT-coördinatoren/IT-staf hebben 19 respondenten op deze eerste vragenlijst 
geantwoord. Elk van deze respondenten heeft daarnaast ook aangegeven te willen deelnemen aan 
de tweede fase van het onderzoek. 
Om de validiteit van het onderzoek te waarborgen zal voor de tweede empirische fase enkel gebruik 
gemaakt worden van de groep ICT-coördinatoren/IT-staf. Dit gezien de lage respons van de groep 
directies/management en het feit dat de leden van deze groep niet in dezelfde scholen werkzaam 
zijn als de ICT coördinatoren/leden van de IT-staf, die de vragenlijst hebben ingevuld. De auteur 
verwacht dat ook deze groep op de hoogte zal zijn van de beleidsmaatregelen die door de 
onderwijsinstelling zijn getroffen betreffende het beheer van BYOT in het onderwijs.  
De respondenten uit deze groep zullen in de week van 24 tot 28 juni een uitnodiging ontvangen om 
de tweede vragenlijst in te vullen. 
Gezien de vakantieperiode wordt door verschillende van deze gebruikers evenwel gevraagd om de 
tweede vragenlijst niet later door te sturen dan de laatste week van juni.  
AFSL2 - Wenst u op de hoogte gehouden te worden van de resultaten van dit onderzoek? 








 Lln/stud Lkr/doc Dir/man ICT Ouders Adm. 
pers. 
Totaal 
Ja 26 28 12 5 16 3 90 
Nee 19 15 0 0 13 0 47 
Geen 
mailadres 
18 1 0 0 1 0 20 
Tabel 47: Basisonderwijs – interesse in de resultaten 
 
Grafiek 28: Basisonderwijs – interesse in de resultaten 
 Middelbaar onderwijs: 
 Lln/stud Lkr/doc Dir/man ICT Ouders Adm. 
pers. 
Totaal 
Ja 11 11 1 5 4 1 33 
Nee 8 4 0 1 1 0 14 
Geen 
mailadres 
0 0 0 0 0 0 0 
Tabel 48: Middelbaar onderwijs – interesse in de resultaten 
 
Grafiek 29: Middelbaar onderwijs – interesse in de resultaten 
 Hoger onderwijs: 
 Lln/stud Lkr/doc Dir/man ICT Ouders Adm. 
pers. 
Totaal 
Ja 50 11 2 2 11 4 80 
Nee 53 2 1 0 3 4 63 
Geen 
maiadres 
7 1 0 0 0 0 8 























Grafiek 30: Hoger onderwijs – interesse in de resultaten 
 Hoger onderwijs - NL: 
 Lln/stud Lkr/doc Dir/man ICT Ouders Adm. 
pers. 
Totaal 
Ja 2 6 0 5 0 0 13 
Nee 0 4 2 1 0 0 7 
Geen 
mailadres 
0 1 0 0 0 0 1 
Tabel 50: Hoger onderwijs NL – interesse in de resultaten 
 
Grafiek 31: Hoger onderwijs NL – interesse in de resultaten 
 Totale resultaten (over alle onderwijsniveaus/landen heen): 
 Lln/stud Lkr/doc Dir/man ICT Ouders Adm. 
pers. 
Totaal 
Ja 89 56 15 17 31 8 216 
Nee 80 25 3 2 17 4 131 
Geen 
mailadres 
25 3 0 0 1 0 29 























Grafiek 32: Algemeen – interesse in de resultaten 
Uit de algemene totalen blijkt dan dat toch 62% op de hoogte wil gehouden worden van de 
resultaten van dit onderzoek.  
Bij de berekening van dit resultaat kan geen rekening worden gehouden met de respondenten die 
over geen mailadres beschikken. Hiervan is immers niet duidelijk of deze wel of geen interesse 
hebben in dit onderzoek. De reden om geen mailadres in te vullen kan immers vele oorzaken 
hebben. Ofwel beschikt de respondent over geen mailadres, of wil deze dit niet doorgeven omwille 
van zijn privacy, maar in deze gevallen kan de respondent nog steeds geïnteresseerd zijn in het 
onderwerp. Natuurlijk zullen er ook respondenten zijn die effectief geen interesse hebben voor dit 
onderzoek. Gezien deze onduidelijkheid werden de 29 respondenten, die geen mailadres hebben 
ingevuld, genegeerd in deze berekening.  
Naast het feit dat de meeste respondenten over mobiele apparaten beschikken, toont deze interesse 













Bijlage 3: ITIL functies en processen 
In deze bijlage wordt een kort overzicht gegeven van elk van de ITIL processen en functies. 
1. Functies en processen in service strategie 
1.1. Financieel management 
Voorziet het management van essentiële informatie over efficiënte en kosteneffectieve 
servicelevering. Efficiënt financieel management stelt de organisatie in staat om volledige 
verantwoording af te leggen over de uitgaven en deze direct toe te rekenen aan services. Het zorgt er 
dus voor dat de kosten van IT services inzichtelijk zijn en dat de business is ze begrijpt. De voordelen 
hiervan zijn: verbeterde besluitvorming, serviceportfoliomanagement, financiële naleving en 
beheersing, operationele controle en waardeverzilvering/-creatie (OGC, 2007b, pp. 97-98). 
1.2. Serviceportfolio management 
Een serviceportfolio beschrijft de services van een provider in termen van businesswaarde. Het 
formuleert de businessbehoefte en de reactie daarop van de serviceprovider. Businesswaarden 
corresponderen met marketingtermen. Ze zorgen ervoor dat de competitiviteit van de 
serviceprovider ten opzichte van concurrenten meetbaar is (OGC, 2007b, pp. 119-120). 
1.3. Demandmanagement 
Dit aspect stemt het aanbod af op de vraag en heeft als doel om de afname van producten zo goed 
mogelijk te voorspellen, en indien mogelijk zelfs te reguleren. Een slecht beheerde vraag is een risico 
voor serviceproviders. Zo zorgt veel capaciteit voor kosten die waarde opleveren. Onvoldoende 
capaciteit daarentegen beïnvloedt de kwaliteit van de services en beperkt de groei van de service. 
Service Level Agreements (SLA’s) vragen om voorspelling, plannen, en strakke coördinatie met de 
klant. Ze kunnen de onzekerheid over de vraag verminderen maar echter niet helemaal wegnemen 
(OGC, 2007b, p. 129). 
2. Functies en processen in service-ontwerp 
2.1. Servicecatalogusmanagement 
Het doel van servicecatalogusmanagement is het ontwikkelen en onderhouden van een 
servicecataloog die alle accurate details, statussen, mogelijke interacties en wederzijdse 
afhankelijkheden bevat van alle huidige en in ontwikkeling zijnde services (OGC, 2007c, pp. 60-61). 
2.2. Servicelevelmanagement 
Het doel van dit proces is zorgen dat het afgesproken niveau van IT dienstverlening wordt bereikt 
voor zowel de huidige als de toekomstige services (OGC, 2007c, p. 65). Dit gebeurt door: 
- het definiëren, documenteren, overeenkomen, monitoren, meten, rapporteren en uitvoeren 
van een review van het niveau van de services; 
- het leveren en verbeteren van de relatie en communicatie met de business en klanten; 
- ervoor te zorgen dat er specifieke en meetbare targets worden ontwikkeld; 
- ervoor te zorgen dat de verwachtingen van de klant overeenkomen met de te leveren service 






Het doel van dit proces is zorgen voor een IT capaciteit die zowel overeenstemt met de huidige als de 
toekomstige behoeften van de klanten, tegen gerechtvaardigde kosten (OGC, 2007c, p. 79). Dit 
gebeurt door: 
- een up-to-date capaciteitsplan te ontwikkelen en te onderhouden, op basis van de huidige 
en toekomstige behoeften van de klant; 
- zowel intern als extern te adviseren over dienstverlening in termen van capaciteit en 
prestaties; 
- te zorgen dat de dienstverlening voldoet aan de gestelde doelen, door zowel de prestaties 
van de capaciteit van services managen; 
- bij te dragen aan het diagnosticeren van de aan prestaties en capaciteit gerelateerde 
problemen en incidenten; 
- het onderzoeken van de impact van alle changes op het capaciteitsplan; 
- proactieve maatregelen te nemen om de prestaties te verbeteren. 
2.4. Beschikbaarheidsmanagement 
Dit proces heeft als doel zorgen dat het geleverde beschikbaarheidsniveau van alle services 
overeenkomt met het afgesproken niveau of deze overtreft, op een kosteneffectieve manier (OGC, 
2007c, p. 97).  
2.5. IT Service Continuity Management 
Het doel van dit proces is de bedrijfscontinuïteit te ondersteunen, door te zorgen dat de vereiste IT-
faciliteiten (computersystemen, netwerken, enzovoort) kunnen worden hervat binnen de 
afgesproken tijdspanne (OGC, 2007c, pp. 125-126). Dit gebeurt door: 
- het onderhouden van een set van continuïteitplannen en herstelplannen; 
- het houden van de reguliere business-impactanalyses; 
- het uitvoeren van risico-inschattingen en managementoefeningen; 
- het adviseren van andere bedrijfsonderdelen over alle continuïteits- en herstelgerelateerde- 
items; 
- het zorgen dat de gewenste continuïteits- en herstelmechanismen klaar zijn voor gebruik; 
- de impact van alle changes op de continuïteits -en herstelplannen onderzoeken;  
- het implementeren van proactieve maatregelen om de beschikbaarheid van de services te 
verbeteren;  
- het onderhandelen over afspraken met toeleveranciers over de benodigde herstelcapaciteit. 
IT Service Continuity Management richt zich op gebeurtenissen die als een ramp beschouwd kunnen 
worden. Voor ons onderzoek is het incidentmanagementproces (serviceproductie) eerder geschikt. 
Dit behandelt minder significante, dagdagelijkse gebeurtenissen. 
2.6. Informatiesecuritymanagement 
Het doel van dit proces is om IT- en bedrijfssecurity op elkaar af te stemmen en ervoor te zorgen dat 
informatie-security effectief wordt gemanaged in alle services en servicemanagementactiviteiten 
(OGC, 2007c, p. 141). Dit gebeurt wanneer: 
- informatie beschikbaar en bruikbaar is wanneer nodig (beschikbaarheid); 




- De informatie compleet, accuraat en beschermd is tegen niet geautoriseerde aanpassingen 
(integriteit); 
- Transacties en informatie-uitwisseling tussen bedrijven en partners betrouwbaar is 
(authenticiteit). 
2.7. Toeleveranciersmanagement 
Het doel van toeleveranciers en is het managen van toeleveranciers en de service die ze leveren, met 
het oog op een constante kwaliteit tegen de juiste prijs. Dit gebeurt wanneer je waar krijgt voor je 
geld, wanneer onderliggende contracten met toeleveranciers zijn afgestemd op de behoeften van de 
business en wanneer de relaties met de toeleveranciers en hun prestaties gemanaged worden (OGC, 
2007c, pp. 149-150). Aangezien dit proces meer de financiële kant benaderd, speelt dit minder in dit 
onderzoek. 
3. Functies en processen in servicetransitie 
3.1. Transitieplanning en –support 
De doelen van transitieplanning en -support zijn het plannen en coördineren van de resources om 
ervoor te zorgen dat de specificaties van het service-ontwerp gerealiseerd worden en het 
identificeren, managen en beperken van de risico's die de service kunnen onderbreken (OGC, 2007d, 
p. 35). Dit gebeurt door: 
- het plannen en coördineren van mensen en middelen binnen de ramingen; 
- ervoor te zorgen dat iedereen dezelfde frameworks en standaarden gebruikt; 
- service-issues te rapporteren; 
- duidelijke en uitgebreide plannen op te leveren; 
- het ondersteunen van de transitieteams en andere betrokkenen; 
- het gecontroleerd plannen van changes; 
- issues, risico's en andere afwijkingen te rapporteren. 
3.2. Changemanagement 
De doelen van changemanagement zijn het anticiperen op de veranderende business van de klant en 
het reageren op Requests For changes (RFC’s) van business en IT. Dit gebeurt door ervoor te zorgen 
dat changes op een gecontroleerde manier worden vastgelegd, geëvalueerd, geprioriteerd, gepland, 
getest, geïmplementeerd en gedocumenteerd worden (OGC, 2007d, pp. 42-43). 
3.3. Serviceasset en –configuratiemanagement 
Het doel van dit proces is om een logisch model op te leveren van de IT-infrastructuur. In dit model 
zijn de IT-services gerelateerd aan de verschillende IT-componenten die nodig zijn voor het leveren 
van die diensten. Dit gebeurt door het definiëren van service- en infrastructuurcomponenten en het 
onderhouden van nauwkeurige configuratierecords (OGC, 2007d, p. 65). Hierbij is van belang dat:  
- de integriteit van de serviceassets en configuratie-items wordt beschermd; 
- de assets en configuratie-items bij configuratiemanagement worden ondergebracht; 
- de bedrijfs- en servicemanagementprocessen effectief worden ondersteund. 
3.4. Release- en deploymentmanagement 
Dit proces is gericht op het bouwen, testen en leveren van de in het service-ontwerp gespecificeerde 




uitrollen van releases in de productie-omgeving en ervoor zorgen dat de dienst effectief wordt 
gebruikt door de klant (OGC, 2007d, p. 84). Dit gebeurt door er voor te zorgen dat: 
- er release- en deploymentplannen zijn; 
- releasepackages succesvol uitgerold worden; 
- er kennisoverdracht naar de klanten plaatsvindt; 
- er minimale verstoring is van de services. 
3.5. Servicevalidatie en –testen 
Het doel van servicevalidatie en -testen is om een service te leveren die waarde toevoegt aan de 
business van de klant. Testen zorgt ervoor dat de nieuwe (of gewijzigde) services "fit for purpose" 
(geschikt voor het doel) en "fit for use" (geschikt voor gebruik) zijn. Bij “fit for purpose” gaat het 
erom dat de service doet wat de klant ervan verwacht. Bij “fit for use” gaat het om zaken als 
beschikbaarheid, continuïteit, capaciteit en de veiligheid van de service (OGC, 2007d, p. 115). Dit 
gebeurt door ervoor te zorgen dat: 
- de release voldoet aan de verwachtingen van de klant; 
- de services “fit for purpose” en “fit for use” zijn; 
- aan de specificaties (eisen) van de klant en andere stakeholders wordt voldaan. 
3.6. Evaluatie 
Evaluatie is een generiek proces dat bedoeld is om te controleren of de prestaties van "iets" 
acceptabel zijn, of het de juiste prijs/kwaliteitverhouding heeft en of ermee wordt doorgegaan, of 
het in gebruik wordt genomen, of voor betaald wordt, enzovoort (OGC, 2007d, pp. 138-139). 
3.7. Kennismanagement 
Het doel van dit proces is het verbeteren van de kwaliteit van de besluitvorming (van het 
management), door ervoor te zorgen dat er betrouwbare en veilige informatie beschikbaar is tijdens 
de servicelevenscyclus (OGC, 2007d, p. 145). Dit gebeurt door er voor te zorgen dat: 
- de leveranciers ondersteund worden om de efficiëntie en kwaliteit van de services te 
verbeteren; 
- er voor te zorgen dat de medewerkers van de leverancier beschikking hebben over adequate 
informatie. 
4. Functies en processen in serviceproductie 
4.1. Servicedesk 
Een servicedesk is een functionele eenheid met medewerkers die te maken hebben met 
uiteenlopende service-events. Deze service-events komen binnen via telefoontjes, het internet of via 
automatisch gerapporteerde infrastructuurevents. De servicedesk is een erg belangrijk onderdeel 
van de IT-afdeling van een organisatie. Hij moet het enige aanspreekpunt zijn voor de IT-gebruikers 
en hij handelt alle incidenten en service requests af. De medewerkers gebruiken vaak softwaretools 
om alle events te registreren en te beheren. Het primaire doel van de servicedesk is de normale 
service aan de gebruiker zo snel mogelijk hervatten. Dit kan het oplossen van een technische fout 
zijn, maar ook het vervullen van een service request of het beantwoorden van een vraag (OGC, 






Een event is een willekeurige meetbare of waarneembare gebeurtenis die betekenis heeft voor het 
managen van de IT-infrastructuur of het leveren van een IT-service, en voor het evalueren van de 
impact die een afwijking op de service zou kunnen hebben. De doelstelling van eventmanagement is 
het opsporen van events, het analyseren daarvan en het vaststellen van de juiste managementactie. 
Het is het beginpunt van veel serviceproductieprocessen en –activiteiten (OGC, 2007e, pp. 35-36). 
4.3. Incidentmanagement 
Dit proces handelt alle incidenten af. Incidenten kunnen storingen, vragen of queries zijn, die 
gerapporteerd zijn door de gebruikers (meestal via een telefoontje naar de servicedesk), door de 
technische staf of die automatisch zijn opgespoord en gerapporteerd door tools voor het monitoren 
van events. Het belangrijkste doel hiervan is het zo snel mogelijk hervatten van de normale gang van 
zaken en het minimaliseren van de impact op de bedrijfsprocessen (OGC, 2007e, p. 46). 
4.4. Request Fulfillment 
Een service request is een verzoek van een gebruiker om informatie, advies, een standaardchange, of 
toegang tot een service. Dit kan bijvoorbeeld een verzoek zijn om een wachtwoord te wijzigen of een 
verzoek om een extra softwareapplicatie op een bepaald werkstation te installeren. Omdat deze 
verzoeken vaak voorkomen en weinig risico met zich meebrengen, is het beter dat ze in een apart 
proces worden afgehandeld (OGC, 2007e, pp. 55-56).  
4.5. Problemmanagement 
Een probleem is de onbekende oorzaak van één of meer incidenten. De primaire doelstelling van 
problemmanagement is het voorkomen van problemen en incidenten, het elimineren van zich 
herhalende incidenten en het minimaliseren van de impact van incidenten die niet voorkomen 
kunnen worden (OGC, 2007e, pp. 58-59). 
4.6. Accessmanagement 
Dit proces verleent geautoriseerde gebruikers het recht om een service te gebruiken, maar ontzegt 
niet-geautoriseerde gebruikers de toegang. Sommige organisaties noemen het ook wel 
rechtenmanagement of identiteitsmanagement (OGC, 2007e, p. 68). 
4.7. Monitoren en beheersen 
Het meten en beheersen van services is gebaseerd op een continue cyclus van monitoren, 
rapporteren en actie ondernemen. Dit is essentieel voor het leven, ondersteunen en verbeteren van 
services (OGC, 2007e, pp. 82-83). 
4.8. IT-productie 
Om de services te kunnen leveren zoals overeengekomen met de klant zal de serviceprovider in 
allereerste instantie de technische infrastructuur moeten managen, waarmee die services worden 
geleverd. Als er geen nieuwe klanten komen en geen nieuwe services hoeven worden ingevoerd, als 
er geen incidenten zijn bij bestaande services, en als er geen changes hoeven te worden doorgevoerd 
in bestaande services, dan nog zal de IT-organisatie druk zijn met tal van service-activiteiten. Deze 
activiteiten zijn er op gericht om de afgesproken services daadwerkelijk te leveren zoals 





5. Functies en processen in continue service verbetering 
5.1. CSI-verbeterproces 
Dit proces, ook wel het zevenstapsverbeterproces genoemd, omschrijft hoe je moet meten en 
rapporteren. Dit levert een serviceverbeterplan op. De zeven stappen van meten naar verbeteren zijn 
(OGC, 2007f, pp. 43-57): 
1. Wat zou u moeten meten? (Wat is de ideale situatie?) 
2. Wat kunt u meten? (Waar willen zijn? Door te onderzoeken wat de organisatie kan meten, 
ontdekt zij nieuwe klanteisen en nieuwe IT-mogelijkheden.) 
3. Data verzamelen (meten). (De metingen moeten voortkomen uit de visie, missie, doelen en 
doelstellingen.) 
4. Data verwerken. 
5. Data analyseren. (Hier worden discrepanties, trends en mogelijke verklaringen klaargemaakt 
voor presentatie aan de klant.) 
6. De informatie presenteren en gebruiken. (Informeren van de stakeholders of de doelen zijn 
bereikt.) 
7. Corrigerende acties uitvoeren. (De verbeteringen creëren een nieuw uitgangspunt of 
baseline, en de cyclus begint weer van voor af aan). 
5.2. Servicerapportage 
Dit proces is verantwoordelijk voor de productie en levering van rapporten over bereikte resultaten 
en ontwikkelingen in servicelevels. Servicerapportage moet overleggen met de klant over de 




Bijlage 4: Begeleidende e-mail bij het empirisch onderzoek naar de 
inpassing en het beheer van BYOT in het onderwijs 
Deze bijlage bevat de begeleidende e-mail, zoals deze werd verstuurd naar de respondenten, die 
wensten deel te nemen aan de tweede fase van het empirisch onderzoek. 
 
Beste heer/mevrouw xxxx, (gepersonaliseerde mail, naam wordt later ingevuld) 
 
Langs deze weg wens ik u nogmaals te bedanken voor uw deelname aan mijn onderzoek betreffende 
het gebruik van persoonlijke apparaten in en rond het onderwijs. In totaal hebben 376 personen 
deze eerste vragenlijst ingevuld. Dit is een behoorlijk resultaat. 
U heeft in de vragenlijst aangegeven dat u wenst deel te nemen aan de tweede en eveneens laatste 
vragenronde omtrent de inpassing en het beheer van BYOT in het onderwijs, waarvoor eveneens 
mijn grote dank.  
Even ter herinnering: BYOT (“Bring Your Own Technology”) is een verzamelnaam voor apparaten en 
toepassingen die zowel op het werk (op school) als in de privésfeer (thuis) worden gebruikt. 
Vanuit de theorie enerzijds en de analyse van de antwoorden op de eerste vragenlijst anderzijds is 
een model ontwikkeld, dat in het onderwijs kan gebruikt worden, om BYOT op een beheerste manier 
in te voeren binnen de onderwijsinstelling. Tijdens deze fase van het onderzoek zal de 
toepasbaarheid van dit model getoetst kunnen worden.  
Voor deze vragenlijst heb ik gekozen om deze niet online te laten invullen, maar om u deze door te 
sturen als Word-document. Op deze wijze kan uw dit document eventueel ook gebruiken binnen uw 
onderwijsinstelling. Het document bevat een stappenplan om BYOT te integreren en te beheren 
binnen de school. Door deze vragenlijst in te vullen, kunt u tevens een algemeen beeld krijgen over 
hoever de school reeds staat in deze overgang. 
Zou ik u aub mogen vragen om mij dit document ingevuld terug te bezorgen voor 12 juli 2013?  
De verwachte tijdsduur voor het invullen van dit document is geschat op 45 à 60 minuten. Laat u niet 
afschrikken van de grootte van dit document. Het is de bedoeling dat dit vrij vlot leest. 
Het ingevulde document maakt het voor mij mogelijk om te kunnen beoordelen wat de huidige stand 
van zaken is binnen het onderwijs. 
Zoals bij de vorige vragenlijst zullen eerst enkele persoonlijke gegevens (zoals naam, school, etc.) 
worden gevraagd. U kan tijdens de vragenlijst aanduiden of u als ‘anonieme’ school wenst deel te 
nemen of niet. In dit geval worden enkel de grootte van de school (aantal personeelsleden, 
leerlingen/studenten) gebruikt, maar wordt de naam van de school niet vermeld in de thesis. 
Bij problemen, onduidelijkheden of vragen mag u mij steeds contacteren op dit mailadres 




Ik wens u alvast opnieuw te bedanken om deze vragenlijst in te vullen en zie graag uw antwoorden 
tegemoet. 
Alvast een prettige vakantie toegewenst! 
 
 
Met vriendelijke groeten, 
Gery Wauters 
Student Open Universiteit Nederland 





Bijlage 5: Vragenlijst empirisch onderzoek naar de inpassing en het 
beheer van BYOT 
Deze bijlage geeft de vragenlijst weer van het empirisch onderzoek naar de inpassing en het beheer 
van BYOT in het onderwijs. Deze vragenlijst werd (als Word-bijlage) via e-mail verstuurd naar de 
deelnemers.  
1. Inleiding 
Vanuit de theorie en met behulp van de analyse van de resultaten van de vorige vragenlijst is een 
BYOT inpassingsmodel opgesteld. Over elk van de onderdelen van dit inpassingsmodel zal binnen de 
onderwijsinstelling goed nagedacht moeten worden om BYOT5 op een beheerste manier te kunnen 
invoeren en beheren. Het inpassingsmodel bestaat uit zes onderdelen, namelijk: 
- de gebruikers (de cultuur, het beleid, de beveiliging); 
- de techniek (het netwerk en de infrastructuur); 
- de systemen (types apparaten, link met beheer, reservetoestellen); 
- de toepassingen (gelicentiëerde software, cloud toepassingen); 
- de data of gegevens (data in de cloud, beveiliging, backup); 
- het beheer (helpdesk, servicedesk). 
 
Onderstaande figuur geeft dit inpassingsmodel weer. 
 
Figuur 10: BYOT inpassingsmodel 
Om het u gemakkelijk te maken is dit inpassingsmodel omgezet naar een eenvoudig stappenplan dat 
u binnen de school kan gebruiken wanneer u een BYOT beleid wil gaan voeren. Ook indien de school 
                                                          
5
 BYOT = een verzamelnaam voor apparaten en toepassingen die zowel op het werk (op school) als in de 




reeds een BYOT beleid voert, kan het stappenplan nog een aanvulling bieden op de huidige toestand. 
Het stappenplan bestaat uit 17 stappen en volgt de 6 onderdelen uit het inpassingsmodel.  
Het volgende hoofdstuk dient om de context te beschrijven. Hierin wordt gevraagd naar algemene 
gegevens. In de daaropvolgende hoofdstukken zullen verder elk van deze onderdelen van het 
inpassingsmodel beschreven worden, met de bijbehorende stappen, waarna u in de daartoe 
betreffende tekstvakken kan aangeven wat de status is binnen uw onderwijsinstelling.  




- Naam + voornaam:  
<Vul aan> 
 
- E-mailadres:  
<Vul aan> 
 
- Naam van de school: 
<Vul aan> 
 
- Onderwijsniveau:  
<Schrap wat niet van toepassing is> 
Basisonderwijs, middelbaar onderwijs, hoger/universitair onderwijs 
 
- Mag uw naam en de naam van de school vermeld worden in het thesisverslag? 
<Schrap wat niet van toepassing is> 
Ja, Nee, enkel uw naam, enkel de naam van de school  
 
- Aantal personeelsleden binnen de functie IT:  
Dit betreft het aantal voltijdse posities. Bijvoorbeeld wanneer 3 personeelsleden halftijds 
werken, tel 3 maal 0,5 = 1,5 personeelsleden. 
<Vul aan> 
 
- Aantal leerlingen/studenten binnen de school: 
<Vul aan> 
 
- Aantal personeelsleden binnen de school: 








- Bovenstaande telling van personeelsleden, IT functie en leerlingen/studenten is voor: 
 <Schrap wat niet van toepassing is> 
Één school, een scholengemeenschap, één departement/faculteit van een hogeschool/universiteit, 
alle departementen/faculteiten van een hogeschool/universiteit 
 
- Worden mobiele apparaten reeds toegelaten op het schoolnetwerk, m.a.w. is BYOT reeds 
geïmplementeerd binnen de school? Zo ja, sinds wanneer? Zo nee, wenst u dit te doen en zo 
ja, tegen wanneer? 
<Vul aan> 
 
3. Invloed van BYOT op de gebruikers binnen de onderwijsinstelling. 
 
Bij het inpassen van BYOT moet in eerste instantie gekeken worden naar de gebruikers. Dit zijn de 
leerlingen/studenten en alle personeelsleden binnen de school. Zijn deze op de hoogte zijn van wat 
de mogelijkheden zijn van het gebruik van (eigen) mobiele apparaten? Wanneer 
leerkrachten/docenten op de hoogte zijn van de voordelen van deze apparaten, kunnen ze deze 
gebruiken tijdens de lessen. Door dit klasgebruik kunnen de leerlingen/studenten op hun beurt dan 
warm gemaakt worden om deze apparaten te gaan gebruiken tijdens de lessen. 
Daar deze mobiele apparaten vaak niet in (volledig) beheer zijn van de onderwijsinstelling, is het ook 
belangrijk dat alle gebruikers weten wat de rechten en plichten zijn betreffende het gebruik van deze 
(eigen) mobiele apparaten. Een onderwijsinstelling kan er voor kiezen niet alle apparaten toe te 
laten. Er moet ook duidelijk zijn hoe en waarvoor men deze apparaten mag gebruiken, zodat de 
beveiliging van interne digitale bronnen kan gehandhaafd worden. Daarnaast moet de gebruiker ook 
perfect op de hoogte zijn van hoe te handelen bij problemen (defect, diefstal, etc.). Dit alles kan 
gebeuren door een beleid uit te schrijven en door alle gebruikers bij te scholen betreffende de 
beveiligingsrisico’s en de manier van werken met de apparaten. 
 
Figuur 11: BYOT inpassingsmodel – onderdeel Gebruikers 




- Worden aan het leerkrachten/docenten (bijvoorbeeld door bijscholingen) de voordelen 
duidelijk gemaakt van het werken met mobiele apparaten tijdens de lessen? Indien ja, op 
welke wijze gebeurt dit? Indien nee, bent u dit van plan te doen in de toekomst? 
<Vul aan> 
 
- Wordt door de school toegestaan dat tijdens de lessen gebruik gemaakt wordt van mobiele 
apparaten? 
<Schrap wat niet van toepassing is> 
Ja, Nee 
 
Stap twee: schrijf een beleid uit 
- Wordt aan studenten/leerlingen en personeelsleden een contract voorgelegd waarin de 
rechten en plichten verduidelijkt worden met betrekking tot persoonlijke apparaten? Indien 
ja, op welke wijze gebeurt dit? 
Dit kan op verschillende manieren. Ofwel kan dit een apart contract zijn dat door 
personeelsleden en leerlingen/studenten moet ondertekend worden, ofwel kan dit 
bijvoorbeeld voor personeelsleden beschreven worden in het arbeidscontract en voor 
studenten/leerlingen in het schoolreglement.  
<Vul aan> 
 
- Indien er zo’n contract wordt uitgeschreven, welke onderdelen bevat dit contract? 
Voorbeelden van deze onderdelen kunnen zijn: 
- minimum systeemvereisten  
- toegelaten besturingssystemen 
- wachtwoordbeveiliging ingeschakeld 
- data encryptie ingeschakeld 
- aanwezigheid virusscanner 
- aanwezigheid firewall 
- op afstand blokkeren 
- op afstand wissen 
- informatie betreffende het eigendomsrecht van schoolgegevens (zoals e-mails, data, 




U mag ook steeds dit contract kopiëren in onderstaand tekstvak. 
<Vul aan> 
 
Stap drie: maak duidelijk wat de beveiligingsrisico’s zijn en op welke wijze men met de apparaten 
moet werken 
-  Wordt aan het personeel een bijscholing gegeven betreffende de beveiligingsrisico’s en de 




basis en wat zijn de hoofdlijnen van deze bijscholing? Indien nee, bent u dit van plan te doen 
in de toekomst? 
<Vul aan> 
 
- Wordt aan de studenten/leerlingen een bijscholing gegeven betreffende de 
beveiligingsrisico’s en de “manier van werken” met hun persoonlijke apparaat? Indien ja, 
gebeurt dit op regelmatige basis en wat zijn de hoofdlijnen van deze bijscholing? Indien nee, 
bent u dit van plan te doen in de toekomst? 
<Vul aan> 
 
4. Invloed van BYOT op de techniek. Waaraan moet het netwerk en de 
infrastructuur voldoen? 
 
Het volgende onderdeel waarover nagedacht moet worden, is de techniek. Om BYOT te kunnen 
inpassen, zal het noodzakelijk zijn het netwerk en de infrastructuur hierop te voorzien.  
Op het gebied van het netwerk zal moeten bekeken worden of er voldoende bandbreedte is om al 
deze apparaten te ondersteunen. Ook zullen met de internetprovider afspraken moeten gemaakt 
worden indien er zich problemen zouden voordoen. Geen internet betekent immers dat men tijdens 
de lessen hier geen gebruik meer kan van maken. Internetpannes moeten tot een minimum kunnen 
beperkt worden.  
De interne infrastructuur moet het mogelijk maken dat overal binnen de school, op een eenvoudige 
en veilige manier verbinding kan gemaakt worden met het netwerk. Ook hier moet het mogelijk zijn 
om snel en adequaat te handelen bij problemen. 
 
Figuur 12: BYOT inpassingsmodel – onderdeel Techniek 
Stap vier: onderzoek of het netwerk voldoet aan de gestelde eisen 
- Is er voldoende bandbreedte aanwezig om alle apparaten te ondersteunen? Wat is de 






- Zijn er afspraken gemaakt met de internetprovider betreffende de te leveren diensten? 
Indien ja, welke?  
Dit kan zijn: uitbreiding bandbreedte is mogelijk, kosten die de internetprovider moet betalen 
wanneer de connectie down is, etc. . 
<Vul aan> 
 
Indien afspraken zijn gemaakt met de internetprovider, zijn deze dan vastgelegd in een “Service Level 
Agreement” (een contract waarin staat hoe te handelen bij slechte kwaliteit van de dienst)? Zo ja, 
wordt deze SLA op geregelde tijdstippen herzien? 
<Vul aan en schrap wat niet van toepassing is> 
Ja, Nee, Geen afspraken met de internetprovider gemaakt 
 
Stap vijf: bekijk of de interne infrastructuur voldoet aan BYOT 
- Is er over elk van de gebouwen van de onderwijsinstelling draadloze connectiviteit mogelijk 
(802.11B/G/N)? Op welke wijze gebeurt dit? Is er één groot netwerk of zijn dit allemaal 
kleinere netwerken met aparte SSID’s (netwerknamen)? Is er een gast draadloos netwerk 
(met gelimiteerde toegang) en een meer beveiligd draadloos netwerk (dat toegang verleent 
tot interne bronnen) aanwezig? 
<Vul aan> 
 
- Zijn alle access points strategisch gepositioneerd, zodat interferentie tussen deze access 
points geminimaliseerd wordt? Op welke wijze werd deze positie bepaald? 
<Vul aan> 
 
- Op welke wijze verloopt de beveiliging over het draadloos netwerken / de draadloze 
netwerken?  
Mogelijkheden zijn: WEP, WPA, WPA2, 802.1X, MAC-adres 
<Vul aan> 
 
- Is er enige vorm van Network Access Control aanwezig? Indien ja, welke? Indien nee, bent u 
van plan dit te implementeren in de toekomst? 
Network Access Control is een beveiligingsmechanisme dat er voor zal zorgen dat, wanneer 
apparaten die niet voldoen aan de beveiligingsvoorwaarden (zoals virusscanner up-to-date, 
firewall aan, etc. ), de toegang tot het netwerk wordt ontzegd of gelimiteerd. Dit kan worden 
gerealiseerd in samenspraak met een Mobile Device Management (MDM) oplossing, welke 
de beveiligingsvoorwaarden op de apparaten afdwingt en controleert (zie hiervoor het 






- Is er een firewall op netwerkniveau aanwezig die ongeoorloofde toepassingen en poorten 
blokkeert? Indien ja, welke toepassingen en/of poorten worden geblokkeerd en waarom? 
<Vul aan> 
 
Stap zes: maak het mogelijk om snel in te spelen bij problemen met de infrastructuur 
- Is er een configuratiemodel (overzicht, inventaris) aanwezig van de gehele IT-infrastructuur, 
dat kan gebruikt worden om incidenten en problemen zo snel mogelijk op te lossen? Indien 
ja, beschrijf de hoofdlijnen van de gegevens die hierin worden bijgehouden. Indien nee, bent 
u van plan om dit in de toekomst aan te maken? 
Om snel te kunnen inspelen op problemen is het noodzakelijk dat men een overzicht heeft van 
de gehele infrastructuur. Zo kan sneller de boosdoener worden gevonden. 
<Vul aan> 
 
- Is er een netwerkmonitoringtool aanwezig dat slecht werkende onderdelen binnen de 
infrastructuur kan detecteren? Indien ja, welke tool is dit en wat zijn de functies hiervan? 
<Vul aan> 
 
5. Invloed van BYOT op de systemen. 
 
Het volgende onderdeel waarover nagedacht moet worden zijn de systemen of de mobiele 
apparaten zelf. Om deze systemen te kunnen beheren moet een overzicht aanwezig zijn van elk van 
de apparaten. Daarnaast moet ook een beheeroplossing aanwezig zijn die het mogelijk maakt deze 
systemen te beheren. Deze oplossing moet het mogelijk maken systemen te laten voldoen aan de 
beveiligingseisen, systemen te traceren en/of te wissen bij diefstal, etc. .  
Afhankelijk van de kennis van de ICT-coördinator(en) en het aantal ICT-coördinatoren binnen de 
school, zal ook moeten nagedacht worden over welke systemen toegelaten worden binnen de school 
(lees: beheerd en ondersteund worden).  
Uit de analyse van de eerste vragenlijst is gebleken dat laptops nog steeds op de eerste plaats staan, 
gevolgd door Apple iPads en iPods. Android tablets zijn in iets mindere mate aanwezig en op dit 
moment zijn er nog vrij weinig Windows tablets. Maar gezien deze laatste een vrij recente 
technologie zijn, wordt wel verwacht dat het aantal Windows tablets zal stijgen in de toekomst . 
Indien er voldoende IT-personeel aanwezig is, is er meer tijd om elk verschillend type 
apparaat/besturingssystemen te beheren en te ondersteunen. Ook is dan de kans groot dat een 
specialist aanwezig is voor elk type apparaat/besturingssystemen. 
Tot slot moeten zijn er best ook een aantal reservetoestellen aanwezig die kunnen ingezet worden 
wanneer een personeelslid, student/leerling een probleem heeft met zijn toestel. Op deze wijze kan 





Figuur 13: BYOT inpassingsmodel – onderdeel Systemen 
Stap zeven: welke systemen zijn er en worden toegelaten binnen de school 
- Wordt elk mobiel apparaat toegelaten binnen de school of bestaat er een lijst met geschikte 
apparaten/eisen die gesteld worden aan de apparaten? Indien ja, hoe is deze keuze bepaald 
en welke eisen werden gesteld? 
<Vul aan> 
 
- Is er een accuraat overzicht aanwezig met de apparaten/besturingssystemen/toepassingen 
waaraan ondersteuning zal geboden worden? 
<Vul aan> 
 
Stap acht: voorzie een mogelijkheid om de apparaten te beheren 
- Is er een Mobile Device Management oplossing aanwezig om deze persoonlijke apparaten te 
ondersteunen? Indien zo, welke? 
Een Mobile Device Management (MDM) oplossing staat bij bij het beheren van mobiele 
apparaten. Het kan de beveiligingsvoorwaarden, waaraan een apparaat moet voldoen, 
afdwingen en controleren, het maakt het mogelijk dat bepaalde software via het netwerk kan 
geïnstalleerd worden, het kan ervoor zorgen dat bepaalde gebeurtenissen van de apparaten 
(zoals foutmeldingen) vastgelegd worden en het kan ervoor zorgen dat apparaten vanop 
afstand gelocked, gewist of getraceerd worden. 
<Vul aan en schrap wat niet van toepassing is> 
Ja, Nee 
 
- Welke mogelijkheden bevat deze MDM-oplossing? 
o Er voor zorgen dat de apparaten steeds voorzien zijn van de laatste updates van hun 
besturingssysteem; 
o Er voor zorgen dat deze apparaten steeds voorzien zijn van de laatste 
antivirussoftware; 




o Het loggen van events van de apparaten, zodat het mogelijk wordt om 
problemen/incidenten te voorkomen; 
o Het van op afstand te kunnen vergrendelen van het apparaat (bij diefstal, verlies); 
o Het van op afstand wissen van (een deel van) het apparaat (bij diefstal, verlies); 
o Het traceren van het apparaat (bij diefstal, verlies). 
o Andere mogelijkheden? Geef hiervan een beschijving. 
<Vul aan> 
 
- Is er een beleid uitgeschreven wanneer de ICT-coördinator/leden van de IT-staf een apparaat 
mogen vergrendelen, wissen en traceren? 
Het mag niet mogelijk zijn dat een ICT coördinator zelf beslist om een apparaat te wissen 
zonder daar reden toe is. Om de privacy en de veiligheid te vrijwaren van de gebruikers moet 
ook dit worden aangepakt.  
<Vul aan> 
 
- Niet enkel aan de gebruikers moeten rechten toegekend worden, maar ook aan de 
persoonlijke apparaten. Ondersteunt de MDM oplossing, in samenwerking met Network 
Access Control (zie stap vijf), het toekennen van rechten aan deze persoonlijke apparaten, 
zodat bij het niet te voldoen aan de eisen de toegang tot het schoolnetwerk kan gelimiteerd 
of ontzegd worden? 
<Schrap wat niet van toepassing is> 
Ja, Nee 
 
Stap negen: voorzie in een aantal reservetoestellen om de continuïteit te garanderen 
- Zijn er reservetoestellen aanwezig die kunnen gebruikt worden bij problemen met een ander 
toestel? Indien ja, over hoeveel apparaten spreekt u en hoe is dit aantal berekend?  
<Vul aan> 
 
6. Invloed van BYOT op de toepassingen. 
 
In eerste instantie zal door de onderwijsinstelling moeten bekeken worden welke toepassingen 
gebruikt zullen worden voor onderwijsdoeleinden (leerkrachten/docenten en leerlingen/studenten) 
en welke voor werkdoeleinden (overig personeel). Deze toepassingen mogen dan ook ondersteuning 
krijgen. Ook moet rekening gehouden worden met de licentiekost van betalende toepassingen. 
Wanneer deze op elk van de apparaten moet geïnstalleerd worden, kan de kostprijs hiervan nogal 
eens oplopen. 
Uit de analyse van de eerste vragenlijst naar het gebruik van BYOT, blijkt dat meer en meer gebruik 
gemaakt wordt van cloud toepassingen, zowel van de onderwijsinstelling uitgaand (zoals een digitale 




school, zal het tevens noodzakelijk zijn om afspraken te maken met de cloud provider en om te 
bekijken of aan deze afspraken wordt voldaan. Tevens moet bekeken worden of deze Cloud 
toepassingen toegankelijk zijn met elk type apparaat. 
 
Figuur 14: BYOT inpassingsmodel – onderdeel Toepassingen 
Stap tien: maak een overzicht van toegelaten en de niet toegelaten toepassingen 
- Is er een accuraat overzicht aanwezig met de toepassingen die de onderwijsinstelling 
gebruikt (en eventueel weigert)? Indien ja, op welke wijze werd deze keuze gemaakt? Indien 
nee, bent u van plan dit in de toekomst te doen? 
<Vul aan> 
 
- Stelt de school ook zelf software (apps) beschikbaar? Is er een apps portaal van de school? 
Aangewezen bij een BYOT beleid is dat de school de toegelaten apps beschikbaar stelt aan 
zijn leerlingen/studenten en personeel. Dit kan m.b.v. een eigen apps portaal van waar de 
geschikte apps kunnen gedownload worden. 
<Vul aan> 
 
Stap elf: weeg de kosten en baten af van gelicentiëerde software 
- Op welke wijze wordt omgegaan met de gelicentiëerde software? Wordt deze ook op de 
persoonlijke apparaten geïnstalleerd? Indien ja, wat gebeurt er met deze gelicentiëerde 
software wanneer een personeelslid of student/leerling de school verlaat? 
<Vul aan> 
 
- Wordt er gebruik gemaakt van virtualisatie? Indien ja, voor welke doeleinden wordt deze 
oplossing gebruikt? 
Een mogelijkheid om de kostprijs van de licentiesoftware te doen dalen, is door gebruik te 
maken van virtualisatie. Op deze manier kan de gelicentiëerde software op een bepaald 
toestel geïnstalleerd worden en kunnen gebruikers (leerlingen/studenten, personeel) 
verbinding maken met het extern bureaublad van dat toestel. Op deze wijze moet maar één 
licentie aangekocht worden.Tevens biedt dit een oplossing voor wanneer een personeelslid of 




 <Vul aan> 
 
Stap twaalf: maak afspraken met uw Cloud provider en controleer of aan deze afspraken wordt 
voldaan 
- Maakt de onderwijsinstelling gebruik van cloud computing? Indien ja, voor welke doeleinden 
wordt dit gebruikt? 
<Vul aan> 
 
- Zijn er, voor de cloud toepassingen die eigendom zijn van de school, afspraken gemaakt met 
de cloud provider betreffende de te leveren diensten? Indien ja, is hiervoor een “Service 
Level Agreement” afgesloten (waarin staat hoe te handelen bij slechte kwaliteit van de 
dienst)? Wordt op geregelde tijdstippen (handmatig) of continu (automatisch) 
gecontroleerd/gemeten of de diensten geleverd door de externe serviceproviders voldoen 
aan de eisen vastgelegd in de SLA (in termen van beschikbaarheid, betrouwbaarheid, 
onderhoudbaarheid en ondersteunbaarheid)? 
<Vul aan> 
 
Stap dertien: bekijk of uw Cloud toepassingen toegankelijk zijn met de verschillende apparaten 
- Zijn alle cloud-toepassingen, die eigendom zijn van de onderwijsinstelling, zo gemaakt dat 
deze toegankelijk zijn met elk type mobiel apparaat?  
Bijvoorbeeld sommige apparaten, zoals iPods of iPads, ondersteuning geen Flash technologie. 
<Vul aan> 
 
7. Invloed van BYOT op van de gegevens. 
 
Zoals in vorig hoofdstuk reeds aangegeven wordt meer en meer gebruik gemaakt van Cloud 
toepassingen. Dit heeft ook zijn weerslag op de gegevens. Onder gegevens wordt naast documenten 
en afbeeldingen ook e-mailgegevens verstaan.  
Een onderwijsinstelling is een openbare instelling. Vanuit Europa is er een richtlijn uitgevaardigd 
betreffende de opslag van data bij openbare instellingen. Deze data mag namelijk niet opgeslagen 
worden buiten Europese grenzen. Dit is dus belangrijk bij uw keuze van Cloud oplossingen.  
Indien toch nog gegevens lokaal op de apparaten worden opgeslagen, is het aangewezen om de privé 
gegevens en de schoolgegevens op deze apparaten te scheiden. Dit kan door gebruik te maken van 
zogeheten “vault software”waarbij als het ware een kluis op een mobiel toestel wordt geïnstalleerd. 
Deze kluis kan dan beheerd worden door de IT-staf. 
Tot slot moet (zoals ook voor het BYOT beleid) nagedacht worden van welke gegevens back ups 
gemaakt zullen worden en op welke tijdstippen. Gezien het nu om meerdere (en vaak ook 






Figuur 15: BYOT inpassingsmodel – onderdeel Data 
Stap veertien: hou rekening met de Europese dataregelgeving 
- Wordt er bij cloud toepassingen rekening gehouden met de Europese richtlijn betreffende de 
opslag van data bij publieke instanties (gegevens mogen niet buiten Europa opgeslagen 
worden)? Welke maatregelen worden hiervoor genomen? 
<Vul aan> 
 
Stap vijftien: maak onderscheid tussen privé gegevens en school/werkgegevens 
- Wordt er gebruik gemaakt van een oplossing om gevoelige gegevens op zo’n wijze op te 
slaan dat deze beheerd kunnen worden door de IT-staf (bijvoorbeeld met behulp van “vault 




Stap zestien: maak op geregelde tijdstippen back ups van de belangrijkste gegevens 
- Is een back-upstrategie afgesproken, waarin onder andere staat van welke gegevens een 
back-up moet gemaakt worden en worden hiervan op regelmatige tijdstippen back ups 
genomen? Indien ja, kunt u een korte beschrijving geven van deze back-upstrategie? 
<Vul aan> 
 
8. Invloed van BYOT op het beheer. Welke processen moeten zeker 
aanwezig zijn binnen de onderwijsinstelling? 
 
In dit hoofdstuk wordt informatie verzameld over het laatste en eveneens ook het belangrijkste 
onderdeel van het inpassingsmodel, namelijk het beheer. Dit onderdeel is, in dit model, de lijm die 
alle andere onderdelen bij elkaar houdt. De gebruiker zal bij problemen met zijn BYOT-systeem 




met de BYOT-toepassingen of data erop of er kan een bovenliggend probleem zijn met de 
infrastructuur of het netwerk (de techniek). Deze helpdesk zal dus adequaat moeten kunnen 
reageren op allerhande problemen. 
 
Figuur 16: BYOT inpassingsmodel – onderdeel Beheer 
Stap zeventien: creëer een functionele helpdesk 
- Is er een servicedesk of helpdesk aanwezig binnen de onderwijsinstelling waar men terecht 
kan voor ondersteuning? Wie zit in deze servicedesk (aantal + functie) en hoe is deze 
toegankelijk (telefonisch, mail, bureau, online)? 
<Vul aan> 
 
- Waarvoor kunnen personeel en leerlingen/studenten terecht bij deze helpdesk? 




- Is er binnen deze helpdesk een procedure in plaats die beschrijft hoe te handelen bij 
incidenten en is er nagedacht over hoe te handelen bij de meeste “basis”-incidenten, zodat 
deze snel kunnen worden opgelost (bijvoorbeeld door het opstellen van incidentmodellen)? 




- Wanneer zich meerdere, gelijklopende incidenten voordoen, wordt er dan door de leden van 
de helpdesk gezocht naar onderliggende oorzaken van deze incidenten (problemen)? Indien 
zo, is hiervoor dan een standaard procedure opgesteld? 
<Vul aan> 
 
- Worden “workarounds” en oplossingen voor problemen bijgehouden (in bijvoorbeeld een 
databank), zodat deze achteraf nog kunnen gebruikt worden (en niet telkens het wiel 








- Heeft u nog verdere opmerkingen? Zijn er nog zaken die volgens u ontbreken in het 
voorgestelde inpassingsmodel / stappenplan? 
<Vul aan> 
 
Ik wil u nogmaals heel hartelijk bedanken voor het invullen van deze vragenlijst. Ik hoop dat deze 
vragenlijst tevens voor u een hulp kan bieden bij de inpassing en het beheer van BYOT in uw 
onderwijsinstelling. 
Gelieve deze ingevulde vragenlijst door te mailen naar volgend e-mailadres:  
gery.wauters@skynet.be 
Indien u bij de eerste vragenlijst heeft gekozen om de resultaten van dit onderzoek te ontvangen, 
dan mag u in het najaar van mij een link ontvangen naar deze resultaten. 
 
Ik wens u een aangename vakantie toe! 
 






Bijlage 6: Antwoordenmatrix fase 2 empirisch onderzoek 
Deze antwoordenmatrix bevat alle antwoorden, zoals deze zijn gegeven door de respondenten. Door alle antwoorden in deze matrix weer te geven, wordt 
een overzichtelijke weergave gecreëerd die mogelijk maakt om eenvoudiger tot een samenvatting en eindconclusie per deelvraag te komen. Tevens worden 
gelijkenissen en verschillen snel zichtbaar, doordat de antwoorden van de verschillende respondenten netjes naast elkaar staan. Om de leesbaarheid van de 
tabellen maximaal te houden, werden deze tabellen opgesplitst. Tabel 52 bevat de antwoorden van de respondenten uit het basisonderwijs. Tabel 53 bevat 
de antwoorden van de respondenten uit het middelbare en hoger onderwijs. Eveneens voor de leesbaarheid, werden de gestelde vragen samengevat 
weergegeven. In de hoofdtekst worden deze vragen voluit weergegeven.  
De kolommen waar de tekst groen is gekleurd, bevatten die onderwijsinstellingen waar BYOT reeds wordt toegelaten. 
















Basisschool X Aalst 
(BE) 
Vrije basisschool De 




1. Naam van de respondent MEERT Thierry Van den Abeele Johan Annoot Kevin 
Gutschoven 
Bram 
ICT-coördinator X ICT-coördinator DP 
2a. Aantal personeelsleden 
binnen de functie IT? 
1 1 2 1 0,2 0,3 
2b. Aantal leerlingen/studenten 
binnen de school? 
900 1300 3600 900 320 350 
2c. Aantal personeelsleden 
binnen de school? 
Onbekend 200 258 85 25 38 








Niveau school (3 
scholen) 
Niveau school Niveau school 
3. Is BYOT toegelaten binnen de 
onderwijsinstelling? Vanaf 
wanneer? 
Ja, sinds 2012 enkel 
voor personeelsleden. 
Neen, officieel niet, er 
is geen regeling. 
Sinds 2011 wordt elke 
leerkracht die zijn eigen 
mobiel apparaat meebrengt 
toegelaten tot het netwerk. 
Leerlingen kunnen niet op het 
Neen, volgend 
schooljaar 
schrijven we een 
beleid uit. 
Ja, sinds 2010 Neen, nog niet. We 
wensen dit in de nabije 




schoolnetwerk met eigen 
mobiele apparaten (enkel met 
apparaten van de school). 
 --------------------------------------------------------------------------------------------- Gebruikers --------------------------------------------------------------------------------------------- 
4. Worden de voordelen van 
BYOT tijdens de lessen duidelijk 
gemaakt aan 
leerkrachten/docenten? 
Ja, tonen van video’s 
op Youtube, gebruik 
van dropbox. 
Neen, ik ben niet van 
plan dit te doen, ik ga 
er vanuit dat ICT-
materiaal van de 
school moet komen. 
Ja, tijdens bijscholingen en 
ICT-momenten wordt 
aangetoond hoe leerkrachten 
laptops/tablets kunnen 
gebruiken tijdens hun lessen. 
Ja, wanneer het 
beleid er rond 
uitgewerkt is 
Ja, het voordeel van 
het kunnen werken 
thuis en op school 
met hetzelfde 
apparaat bespaart 
tijd om te 
mailen/over te 
zetten… 
Neen, nog niet. Indien 
het zo ver is wordt dit 
zeker gedaan. 
5. Mag tijdens de lessen gebruik 
gemaakt worden van mobiele 
apparaten? 
Ja, Alleen voor 
personeel. Vanaf 
volgend schooljaar in 
Sint-Ursula voor de 
leerlingen. 
Ja, het initiatief wordt 
door de lkr. genomen. 
Ja Ja Ja, behalve GSM  / 
Smartphones. 
Nee voor de 
leerlingen. 
Ja, maar is nog maar 
zeer sporadisch (1 lkr). 
6. Is er een contract voor 
leerlingen/studenten en 
personeelsleden omtrent de 
rechten en plichten van BYOT? 
Nee Nee Voor leerlingen niet. 
Personeelsleden gaan 
impliciet akkoord wanneer ze 
hun arbeidsreglement 
ondertekenen. 
Nee Ja, dit contract is 
een bijlage bij het 
arbeidsreglement. 
Nee, voor de 
leerlingen. 
Er zal gestart worden 
met de 
'Deontologische ICT-
code van VVKBaO’ 
7. wat is de inhoud van dit 
contract? 
NVT NVT Rechten en plichten worden 
beschreven omtrent het 
gebruik van professionale ict-
middelen, het gebruik van het 
netwerk, e-mail en internet. 







Rechten en plichten 
worden beschreven 
omtrent het gebruik 
van professionale ict-
middelen, het gebruik 
van het netwerk, e-
mail en internet. 
8. Krijgt personeel een bijscholing 
betreffende de 
beveiligingsrisico's en de manier 
van werken met gun mobiele 
apparaten? 
Nee, maar ben van 
plan dit te doen. 
Nee Nee, dit zal zinvol zijn 
eenmaal er een soort van 
“protocol” wordt 
uitgeschreven. 
Neen, nog niet. Ja / Neen, omdat 
dezelfde regels 
gelden als voor 
gebruik van vaste 
apparaten, die 
eigen zijn aan de 
school. 
Voorlopig nog niet 
gebeurd. Zal wel 
gebeuren indien we 




9. Krijgen leerlingen/studenten 
een bijscholing betreffende de 
beveiligingsrisico's en de manier 
van werken met gun mobiele 
apparaten? 
Nee, vanaf volgend 
schooljaar door de 
leerkracht. 
Nee Nee, leerlingen gebruiken hun 
persoonlijk materiaal niet om 
op het schoolnetwerk te 
geraken. 
Neen, nog niet. Niet echt. 
Leerlingen mogen 
nog geen toestellen 
meebrengen. 
Voorlopig nog niet 
gebeurd. Zal wel 
gebeuren indien we 
hiermee gaan werken. 
 --------------------------------------------------------------------------------------------- Techniek --------------------------------------------------------------------------------------------- 
10. Is voldoende bandbreedte 
aanwezig? 
Nee, de meeste 
scholen hebben max 4 
Mbps download en 
0.5 Mbps upload.  Een 
internetverbinding via 
de kabel (Coditel) zou 
hier een oplossing 
kunnen brengen. 
Verschillend van 
school tot school, 
tussen 5 en 25 Mbps 
download, tussen de 
de 1 en 5 Mbps 
upload. 
Afhankelijk van school tot 
school. Tussen 5 en 120 Mbps 
download en tussen 1 en 5 
Mbps upload. De laagste 
snelheden worden gehaald 
wanneer de school over 
Belgacom (telefoonnetwerk) 
beschikt, de hoogste wanneer 




Er is momenteel 
voldoende 
bandbreedte 
(Telenet – dl = 
ongeveer 30 Mbps). 
Vanaf 1 september 




11. Zijn er afspraken gemaakt 
met de internetprovider? 
Ja, reactiesnelheid bij 
problemen 
Nee Nee Nee Basis afspraken 
Telenet Schoolnet 
Neen, nog niet. We 




12. Werden deze afspraken 
vastgelegd in Service Level 
Agreement? 
Voor Irisnet is er een 
SLA, prioriteit 3. 
Voor Belgacom SLA 
pioriteit 1. 




13. Is draadloze connectiviteit 
mogelijk en hoe? 
In KKA Janson, hebben 
de SSID allemaal 
dezelfde naam in 
andere scholen 
verschillende namen.  
Geen gast draadloos 
internet, behalve in 
KKA pioenen via de 
Router. 
Nee In de meeste scholen staan 
meerdere draadloze bakjes 
die allemaal beveiligd zijn met 
een wachtwoord. Enkel de 
ICT-coördinator (en directie) 
kennen het wachtwoord. Er is 
geen gast netwerk en de 






Nee, niet overal. 
Meerdere SSID – 
die echter wel in 
bridge mode 
gekoppeld staan. 
Geen gast netwerk 
– alles is beveiligd. 
We hebben vandaag 
enkele access-points 
staan, dit vooral in 
omgeving van directie, 
beleidslokaal. Indien 
we wensen te starten 
met vb. tablets of 
laptops, willen we een 
‘serieus’ draadloos 
netwerk (laten) 
uitbouwen omdat ik 
anders vrees/weet dat 
het met huis-tuin-
materiaal vroeg of laat 






14. Zijn de access point 
strategisch gepositioneerd? 
In KKA Janson in 
bijgebouw wel 1 links 
van gebouw, andere 
rechts van gebouw, 
kanaal op auto zodat 
ze mekaar niet storen. 
Nee Nee Ja, met behulp 
van metingen. 
Ja, per vleugel 1 AP; 
quasi geen overlap.  
In voorbereiding. 
15. Hoe verloopt de beveiliging 
van de draadloze netwerken? 
WPA2 WEP WEP en WPA2 WPA2 Mix van WEP 
(oudere AP) en 
WPA2 voor de 
nieuwere. 
In voorbereiding. 
16. Is Network Access Control 
aanwezig? 
In sommige scholen 
kan de toegang aan en 
uit gezet worden via 
de niewe Dlink Cloud 
routers. 




17. Is een firewall op 
netwerkniveau aanwezig? 
Nee, voorlopig nog 
niet. 
Nee Nee Ja, alle verkeer 
wordt gelogd, 






niet welke poorten. 
Via de router, Cisco 
RSV4000: standaard 
instellingen. 
18. Is een configuratiemodel 
aanwezig van de IT-
infrastructuur? 
In KKA Janson, via een 
diagram. 
Ja, soms niet helemaal 
actueel. 
Ja, diagrammen zijn 
beschikbaar van de 
infrastructuur. 
Ja Ja 
Bevat type toestel; 
locatie, IP adres 




printers / Wifi / 
Server / IP 
camera’s) hebben 
een vast IP adres. 
Nee 




Nee Nee Nee Nee Nee 
 --------------------------------------------------------------------------------------------- Systemen --------------------------------------------------------------------------------------------- 
20. Welke mobiele apparaten 






Hier zijn nog geen 
afspraken rond, gsm’s 





Toestellen worden toegelaten 
mits akkoord van de technisch 
ICT-coördinator. Er zijn een 
aantal minimumvoorwaarden 
voorzien waaraan toestellen 
(voornamelijk laptops) aan 
moeten voldoen. (Windows 




Bijna geen . Elke 
leerkracht heeft 
een laptop van 
school. 











ovderdag uit staan. 










ondersteuning zal geboden 
worden? 
Nee Nee Ja, een inventaris van elk 
toestel dat eigendom is van 
de school. Deze inventaris 
wordt 2 maal per jaar 
bijgewerkt. 
Nee Nee Nee 
22. Is een Mobile Device 
Management oplossing 
aanwezig?  
Nee Nee Niet echt een MDM oplossing, 
maar voor het installeren van 
software en oplossen van 
verschillende 
computerproblemen wordt er 
gebruikt gemaakt van 
Teamviewer (Remote 
Desktop). 
Nee Nee Nee 
23. Welke mogelijkheden bevat 
deze MDM- oplossing? 
NVT NVT Oplossen van 
computerproblemen. 
NVT NVT NVT 
24. Is een beleid uitgeschreven 
wanneer mobiele apparaten 
mogen vergrendeld, getraceerd 
en gewist worden? 
Nee Nee Nee Nee Nee Neen, kleine 
basisschool waar bij 1 
ICT-coördinator 
overzicht heeft en 
beheert. 
25. Kunnen rechten aan mobiele 
apparaten toegekend worden 
met MDM en NAC? 
Nee Nee Nee Nee Nee Nee 
26. Zijn reservetoestellen 
aanwezig? 
Nee Nee In sommige scholen zijn 
laptops aanwezig voor 
algemeen gebruik. Deze 
























27. Is een overzicht aanwezig met 
de toepassingen die de 
onderwijsinstelling gebruikt? 
Nee Nee Nee Ja Ja : vooral gekozen 
op basis van legaal 
en gratis. 
Nee 
28. Stelt de school eigen apps 
beschikbaar en is er een apps 
portaal? 
Nee Office voor 
leerkrachten 
Nee Nee Nee Nee 
29. Hoe wordt omgegaan met de 
gelicentiëerde software? 
MS-Kis  software van 
Microsoft (Office Pro 
Plus, Windows Pro) 
wordt allen op laptops 
van leerkrachten en 
directie geïnstalleerd 
binnen en buiten de 
school. Indien deze 
leerkracht niet meer 
in de SG werkt heb ik 
echter geen toegang 
tot deze computer om 
deze er terug af te 
halen. 
Neen, of in beperkte 
maten. 
Gelicentiëerde software van 
de 
school/scholengemeenschap 
wordt enkel op computers 
geïnstalleerd die eigendom 
zijn van de school of 
scholengemeenschap. 





Dit wordt gewist 
indien men de 
school verlaat. 
Nee We werken 
enkel met officiële 
licenties van het 
besturingssysteem. 
Voor alle andere 
zaken 
nemen/zoeken we 
de legale gratis 
software op. 
We proberen zoveel 
mogelijk de nieuwe 
apparaten van 
gelicencieerde 
software te voorzien. 
De oude apparaten 
(desktops) waren 
gerefurbischd 
materiaal met eigen 
(XP)-licentie. 
30. Wordt gebruik gemaakt van 
virtualisatie? 
Voorlopig nog niet. Nee Door de ICT-coördinator bij 
het oplossen van problemen 
(Teamviewer). Niet door 
personeel/leerlingen. 
Nee Nee Nee 
31. Wordt gebruik gemaakt van 
cloud computing? 
Ja dropbox, om files 
en foto’s in te 
bewaren en om deze 
nadien af te drukken. 
Ja, maar niet door 
iedereen. 
Intranet van de 
scholengemeenschap 
(Sharepoint). 
Ja Nog niet 
Bedoeling is om op 
korte termijn Office 
365 te 
implementeren 
(Type A2 is namelijk 
gratis) 







32. Zijn afspraken gemaakt met 
de cloud provider betreffende de 
te leveren diensten? Is hiervoor 
een SLA afgesloten en wordt op 
geregelde tijdstippen (handmatig) 
of continu (automatisch) 
gecontroleerd/gemeten of de 
diensten geleverd door de 
externe serviceproviders voldoen 
aan de eisen vastgelegd in de 
SLA? 
Nee Nee Ja, binnen 4 u wordt het 
defect nagegaan, binnen 3 
werkdagen moet het defect 
opgelost zijn. Indien niet 
gehaald, volgen boetes. 
Ja Nee NVT 
33. Zijn alle cloud-toepassingen, 
die eigendom zijn van de 
onderwijsinstelling, zo gemaakt 
dat deze toegankelijk zijn met elk 
type mobiel apparaat? 
Ja, Dropbox is 
toegankelijk met 
Android, Apple en 
Windows systemen. 
Nee Toegankelijk met elk type 
apparaat, mits kleine 
tekortkomingen (is een 
standaard Sharepoint hosting 
pakket dat niet 100% te 
configureren is). 
Ja Nog niet aan de 
orde. 
NVT 
 --------------------------------------------------------------------------------------------- Data --------------------------------------------------------------------------------------------- 
34. Wordt er cloud toepassingen 
rekening gehouden met de 
Europese richtlijn betreffende de 
opslag van data bij publieke 
instanties?  
Nee Nee De intranet website wordt in 
België gehost. 
Ja Nog niet aan de 
orde. 
NVT 
35. Kunnen gevoelige gegevens 
beheerd worden door de IT-staf? 
Nee Nee Nee Nee Nee 
Alle gevoelige 
gegevens blijven 






36. Is een back-upstrategie 
afgesproken? 
Ja, backup van PC’s 
(systeem+data) naar 
de server/of D: schijf, 
echter nog niet in alle 
scholen . Vooral voor 
secretariaat. 




bedrijf welke onze 
toepassing host 
Wekelijks voor alle 
mail / documenten 
van administratie 
gebruikers. 
Er wordt regelmatig 
(niet geautomatiseerd, 
wanneer er wordt aan 
gedacht) een back-up 




Ook van de websites 
(schoolwebsite, blogs, 
fotoalbum) 
 --------------------------------------------------------------------------------------------- Beheer --------------------------------------------------------------------------------------------- 
37. Is een servicedesk aanwezig? 
Door wie wordt deze bemand en 
hoe is deze toegankelijk? 
Ja, mijzelf via telefoon 
of mail 
Via mail naar mij. Ja, 1 technisch ICT-
coördinator die telefonisch en 
via e-mail te bereiken is via de 
directie van de scholen. 
Via mail Stap 1 : directeur. 
Deze kan de IT-er 
ook bellen. 
De ICT-coördinator, via 
mail, persoonlijk, 
telefonisch, … wanneer 
deze aanwezig is (0,3 
FTE). 




toepassingen.  Voor 
toegang tot Informat, 
Broecks en KBC is er 
een externe helpdesk 
voorzien. 
Alle vragen hardware 
en software 
Alle technische problemen 
(geen internet, foutmeldingen 
op computers, alle 
computerproblemen klein en 








van de school. 
Geen antwoord 
gegeven 
39. Is een procedure in plaats die 
beschrijft hoe te handelen bij 
incidenten en is nagedacht over 
hoe te handelen bij de meeste 
“basis”-incidenten?  
Nee Nee Eerst probeert men het 
probleem telefonisch op te 
lossen. Indien dit niet lukt, 
komt de technisch ICT-




Nee Nee Nee 
40. Wordt gezocht naar 
onderliggende oorzaken van 
incidenten? 
Nee Nee Ja, maar daar is geen 
standaard procedure voor 
opgesteld. 




41. Worden “workarounds” en 
oplossingen voor problemen 
bijgehouden?  
Ja, rapportage via e-
mail. 
Nee Ja, via Word. Nee Nee Nee 
Tabel 52: Antwoordenmatrix basisonderwijs 
  Middelbare onderwijs Hoger onderwijs 





Sint Godelieve Instituut 
Lennik (BE) 
Katholieke Hogeschool 
Limburg: Genk (BE) 
Vraag    
1. Naam van de respondent ICT-coördinator Y ICT-coördinator SGI ICT-coördinator KHLim 
2a. Aantal personeelsleden binnen 
de functie IT? 
1,8 1 0,55 
2b. Aantal leerlingen/studenten 
binnen de school? 
1980 1050 600 
2c. Aantal personeelsleden binnen de 
school? 
290 138 80 
2d. Bereik? Niveau 
scholengemeenschap 
Niveau school Niveau departement van 
een hogeschool 
3. Is BYOT toegelaten binnen de 
onderwijsinstelling? Vanaf wanneer? 
Nog niet, verwachting is 
komend schooljaar, 
december 2013 
Ja, maar nog geen 
afspraken rond gemaakt. 
Ja, sinds mobiele apparaten 
hun intrede deden. 
------------------------------------------------------ Gebruikers ------------------------------------------------------ 
4. Worden de voordelen van BYOT 
tijdens de lessen duidelijk gemaakt 
aan leerkrachten/docenten? 
Scholing moet nog volgen. 
Docenten “kijken bij elkaar 
af”. 
Ja, door bijscholingen Neen, misschien indien er 
tijd voor voorzien wordt. 
5. Mag tijdens de lessen gebruik 
gemaakt worden van mobiele 
apparaten? 






6. Is er een contract voor 
leerlingen/studenten en 
personeelsleden omtrent de rechten 
en plichten van BYOT? 
Nog geen contract. Nee Nee 
7. wat is de inhoud van dit contract? Indien device voor school 
ingezet moet worden, 
moet je systeemeisen gaan 
stellen. Ook de ww 
beveiliging en 
aanwezigheid virusscanner 
zijn van toepassing.  
NVT NVT 
8. Krijgt personeel een bijscholing 
betreffende de beveiligingsrisico's en 
de manier van werken met gun 
mobiele apparaten? 
Nee, moet wel gepland 
worden. 
Geen bijscholing maar zou 
moeten. 
Nee 
9. Krijgen leerlingen/studenten een 
bijscholing betreffende de 
beveiligingsrisico's en de manier van 
werken met gun mobiele apparaten? 
Nee, ook dit moet 
opgenomen worden in de 
lessen. 
Nee Neen, wel mondeling 
verteld tijdens 
introductiesessie. 
 ------------------------------------------------------ Techniek------------------------------------------------------ 
10. Is voldoende bandbreedte 
aanwezig? 
Ja, glasvezel, onbeperkt, 
voldoende bandbreedte. 
Geen antwoord Geen idee, centraal 
beheerd (op niveau 
hogeschool). 
11. Welke afspraken zijn er met de 
internetprovider? 
Nee, alleen SLA over 
uptime. 
Neen, heb je helemaal 
niets aan te zeggen, moet 
je ondergaan. 
Geen idee, centraal 
beheerd (op niveau 
hogeschool). 
12. Werden deze afspraken 
vastgelegd in Service Level 
Agreement? 
Ja (zie vorige vraag). Nee Geen idee, centraal 
beheerd (op niveau 
hogeschool). 
13. Is draadloze connectiviteit 
mogelijk en hoe? 
Nee, nog niet, december 
2013. Dan ook beperking 
voor leerlingen en gasten. 
Deels, in ontwikkeling 1 Beveiligd, 1 open en 
eduroam 
14. Zijn de access point strategisch 
gepositioneerd? 
Wordt wel gedaan, per 
lokaal 1 AP. 
Ja, uitgemeten Lokalen, gangen, gebouwen 
15. Hoe verloopt de beveiliging van 
de draadloze netwerken? 
WPA2 en MAC-adres. NVT WPA2 




aanwezig?    
17. Is een firewall op netwerkniveau 
aanwezig? 
Aanwezig, weet niet welke 
poorten. 
Firewall aanwezig, geen 
blokkering 
Nee 
18. Is een configuratiemodel 
aanwezig van de IT-infrastructuur? 
Ja aanwezig, recent 
netwerk aangepast, nu via 
visio netwerkplattegrond. 
Geen antwoord Nee 
19. In een netwerkmonitoringtool 
aanwezig? 
Nee Geen antwoord Geen idee, centraal 
beheerd (op niveau 
hogeschool). 
 ------------------------------------------------------ Systemen ------------------------------------------------------ 
20. Welke mobiele apparaten 
worden toegelaten binnen de 
school? 
Op dit moment elk mobiel 
apparaat. Indien wij ze in 
gaan zetten voor 
educatieve doeleinden, 
zullen er eisen gesteld 
gaan worden. Wat werkt 
wel en wat niet. Welke 
applicaties werken wel, 
welke uitgever maakt 
hardware onafhankelijke 
applicaties. 
Alles wordt gedoogd, 
geen eisen. 
Alles wordt toegstaan 
21. Is een overzicht aanwezig met de 
apparaten/besturingssystemen/ 
toepassingen waaraan 
ondersteuning zal geboden worden? 
Nee Nee Enkel op de toestellen die 
door de hogeschool zelf 
worden aangeboden! 
22. Is een Mobile Device 
Management oplossing aanwezig?  
Nee Nee Nee 
23. Welke mogelijkheden bevat deze 
MDM- oplossing? 
NVT NVT NVT 
24. Is een beleid uitgeschreven 
wanneer mobiele apparaten mogen 
vergrendeld, getraceerd en gewist 
worden? 
 
Nee, geen beleid. Op 
verzoek van rector of MT-
staf gebeurt dit. 
Kun je juridisch niet hard 
maken! 
Geen idee, centraal 
beheerd (op niveau 
hogeschool). 
25. Kunnen rechten aan mobiele 
apparaten toegekend worden met 
MDM en NAC? 







26. Zijn reservetoestellen aanwezig? Nee Geen antwoord Ja, 15 laptops in uitleen, 16 
ipads in uitleen. 
 ------------------------------------------------------ Toepassingen ------------------------------------------------------ 
27. Is een overzicht aanwezig met de 
toepassingen die de 
onderwijsinstelling gebruikt? 
Dit moet zeker gedaan 
worden, is er niet. 
Geen antwoord Gebruikte toepassingen 
wel, geweigerde niet. 
28. Stelt de school eigen apps 
beschikbaar en is er een apps 
portaal? 
Geen app portal vanuit 
school. 
Geen antwoord Toledo, Stageprogramma. 
29. Hoe wordt omgegaan met de 
gelicentiëerde software? 
Geen geliciencieerde 
software op eigen 
apparaten. Alleen op 
school-devices. Kijken naar 
Office 365, geen installatie 
meer nodig. 
Geen antwoord Geen gelicentiëerde 
software. 
30. Wordt gebruik gemaakt van 
virtualisatie? 
Server virualisatie, geen 
client virualisatie. 
Deze stelling is fout! MS 
vraagt een licentie voor 
elke virtuele machine! Zij 
maken geen onderscheid 
tussen fysieke of virtuele 
machines. 
Nee 
31. Wordt gebruik gemaakt van cloud 
computing? 
Privat cloud. En mogelijk 
office365. 
Geen antwoord Nee 
32. Zijn afspraken gemaakt met de 
cloud provider betreffende de te 
leveren diensten? Is hiervoor een SLA 
afgesloten en wordt op geregelde 
tijdstippen (handmatig) of continu 
(automatisch) 
gecontroleerd/gemeten of de 
diensten geleverd door de externe 
serviceproviders voldoen aan de 
eisen vastgelegd in de SLA? 
NVT Geen antwoord NVT 
33. Zijn alle cloud-toepassingen, die 
eigendom zijn van de 
onderwijsinstelling, zo gemaakt dat 
deze toegankelijk zijn met elk type 
mobiel apparaat? 
Nee, niet van toepassing. Er wordt geen eigen 
materiaal in flash of iets 
dergelijks aangemaakt. 
Gebruik van materiaal van 






 ------------------------------------------------------ Data ------------------------------------------------------ 
34. Wordt er cloud toepassingen 
rekening gehouden met de Europese 
richtlijn betreffende de opslag van 
data bij publieke instanties?  
Werken niet met cloud op 
deze manier. 
Geen antwoord NVT 
35. Kunnen gevoelige gegevens 
beheerd worden door de IT-staf? 
Nee Geen antwoord Nee 
36. Is een back-upstrategie 
afgesproken? 
Dagelijks in datacenter 
backup van data en mail 
server. Data wordt ergens 
anders opgeslagen. 
Standaard software van 
Microsoft. 
Geen antwoord Ja, centraal beheerd. 
 ------------------------------------------------------ Beheer ------------------------------------------------------ 
37. Is een servicedesk aanwezig? 
Door wie wordt deze bemand en hoe 
is deze toegankelijk? 
Op school servicedesk 
aanwezig. Bureau, 
telefonisch, mail te 
bereiken. 
Geen antwoord Ja, zowel op de campus als 
centraal. Telefonisch, 
persoonlijk & via mail. 
38. Waarvoor kan men terecht bij 
deze servicedesk? 
Binnen werktijd. Alleen 
voor problemen met 
school-devices, niet met 
eigen hardware. 
Geen antwoord Alle IT-problemen(inloggen, 
niet opstarten, …) 
39. Is een procedure in plaats die 
beschrijft hoe te handelen bij 
incidenten en is nagedacht over hoe 
te handelen bij de meeste “basis”-
incidenten?  
Software waar calls ingezet 
worden. 
Geen antwoord Ja 
40. Wordt gezocht naar 
onderliggende oorzaken van 
incidenten? 
Ja, 2 personen, zoeken snel 
contact. 
Geen antwoord Ja, meestal centraal. 
41. Worden “workarounds” en 
oplossingen voor problemen 
bijgehouden?  
Software aanwezig. Geen antwoord Ja, centraal. 





Bijlage 7: Resultaten empirisch onderzoek naar de inpassing en het 
beheer van BYOT in het onderwijs 
Deze bijlage bevat de volledige analyse van de empirische fase naar de inpassing en het beheer van 
BYOT in het onderwijs. De opbouw van deze bijlage bevat de structuur van de vragenlijst, zoals deze 
aan de respondenten is voorgelegd. 
Algemeen 
Dit hoofdstuk behandelt die vragen die nodig waren om de context beschrijven van de verschillende 
onderwijsinstellingen/scholengemeenschappen die deelnamen aan deze empirische onderzoeksfase. 
1a. Overzicht deelnemende scholen en respondenten 
De vragenlijst werd via e-mail, in Word formaat, gestuurd naar de respondenten uit de 
stakeholdergroep ICT-coördinatoren/IT-staf, die zich tijdens de eerste empirische fase bereid 
verklaarden om deel te nemen aan deze onderzoeksfase. Dit waren er 19 in totaal. Dit heeft geleid 
tot 9 ingevulde vragenlijsten, waarvan zes reacties uit het basisonderwijs, twee reacties uit het 
middelbaar onderwijs en één reactie uit het hoger onderwijs. Hieronder volgt per onderwijsniveau 
een overzicht. 
Voor het basisonderwijs hebben deelgenomen: 
- Scholengemeenschap BruNo (Brussel-Noord) uit Laken (België): de heer Meert Thierry. 
- Scholengemeenschap Vrije Katholieke Basisscholen Sint-Pieters-Leeuw (België): de heer Van 
den Abeele Johan. 
- Scholengemeenschap “SAMEN voor BETER!” uit Dilbeek/Ternat (België): de heer Annoot 
Kevin. 
- Vrije Basisschool De Ark uit Heverlee/Kessel-Lo (België): de heer Gutschoven Bram. 
- Basisschool X uit Aalst (België): deze school wenst volledig anoniem deel te nemen aan dit 
onderzoek. De ICT coördinator zal voor het verdere verloop van dit onderzoek “ICT 
coördinator X” genoemd worden. 
- Vrije Basisschool De Parel uit Zutendaal (België): de ICT coördinator wenst anoniem te blijven 
en zal in het verdere verloop van dit onderzoek “ICT coördinator DP” genoemd worden. 
Voor het middelbaar onderwijs hebben deelgenomen: 
- Middelbare Scholengemeenschap Y uit Aalten (Nederland): deze scholengemeenschap wenst 
volledig anoniem deel te nemen aan dit onderzoek. De ICT coördinator zal het verdere 
verloop van dit onderzoek “ICT-coördinator Y” genoemd worden. 
- Sint-Godelieve-Instituut uit Lennik (België): de ICT coördinator wenst anoniem te blijven en 
zal in het verdere verloop van dit onderzoek “ICT coördinator SGI” genoemd worden. 




- Katholieke Hogeschool Limburg uit Genk (België): de ICT coördinator wenst anoniem te 
blijven en zal in het verdere verloop van het onderzoek “ICT coördinator KHLim” genoemd 
worden. 
Zoals eerder vermeld werden 19 respondenten aangeschreven. Elk van deze respondenten heeft de 
originele e-mail ontvangen en een herinnering (indien 3 dagen voor de deadline nog geen reactie 
was ontvangen). Dit kwam neer op 14 onderwijsinstellingen/scholengemeenschappen. Er waren 
namelijk 6 respondenten uit de Open Universiteit Nederland. Hiervan hebben 2 respondenten (Open 
Universiteit) geantwoord dat ze deze vragenlijst niet konden invullen, omdat dit niet tot hun 
discipline behoorde. Eén respondent (Open Universiteit) kon wegens tijdsgebrek niet deelnemen. 
Alle overige respondenten (7) hebben helaas geen enkele reactie gegeven. 
1b. Geografische spreiding van de respondenten 
Onderstaande figuur geeft de geografische spreiding weer van alle respondenten die deze vragenlijst 
hebben ingevuld.  
Legende: 
: basisonderwijs 
: middelbaar onderwijs 
: hoger onderwijs 
 




Zoals u op deze figuur kunt zien, bevinden zich 4 van deze scholen/scholengemeenschappen in de 
provincie Vlaams-Brabant, één school in de provincie Oost-Vlaanderen, één scholengemeenschap in 
het Brussels hoofdstedelijk gewest, twee scholen in de provincie Limburg en één 
scholengemeenschap in de Nederlandse provincie Gelderland. Deze uiteenlopende geografische 
spreiding zal kunnen zorgen voor een representatief beeld van de huidige stand van zaken 
betreffende de inpassing in het beheer van BYOT in het onderwijs. Tevens zal dit de validiteit van het 
onderzoek ten goede komen. 
2. Personeelsbestand en leerlingen/studentenbestand van de deelnemende scholen 
Net zoals bij de eerste empirische fase valt onderscheid te maken tussen die respondenten die de 
vragenlijst beantwoorden op het niveau school, departement van hogeschool/universiteit en diegene 
die de vragenlijst beantwoorden op het niveau scholengemeenschap. 
 Basisonderwijs:  
Op het niveau scholengemeenschap is het een miniem verschil tussen het aantal 
personeelsleden (tussen de 200 en de 258). Ook bij het aantal leerlingen liggen de aantallen 
kort bij elkaar (tussen 900 en 1300), met uitzondering van scholengemeenschap “SAMEN 
voor BETER!”, waar 3600 leerlingen les volgen. In elk van deze scholengemeenschappen 
beslaat de IT-functie één voltijdse positie, eveneens met uitzondering van de 
scholengemeenschap “SAMEN voor BETER!”, waar twee voltijdse plaatsen ingevuld zijn. Het 
verschil is eenvoudigweg te verklaren door het aantal scholen die deel uitmaken van deze 
scholengemeenschappen. Zo bestaat scholengemeenschap BruNo uit zes deelnemende 
scholen, scholengemeenschap Vrije Katholieke Basisscholen Sint-Pieters-Leeuw uit vijf 
deelnemende scholen en scholengemeenschap “SAMEN voor BETER!” uit 13 deelnemende 
scholen. 
Op het niveau school bevindt het aantal personeelsleden zich tussen de 25 en 38, met 
uitzondering van Vrije Basisschool De Ark, waar 85 personeelsleden zijn tewerkgesteld. De 
reden hiervoor is, dat deze school bestaat uit drie vestigingsplaatsen. Dit valt niet onder de 
noemer van scholengemeenschap. Een scholengemeenschap is immers een 
samenwerkingsverband tussen verschillende scholen. En hier gaat het om eenzelfde school 
met meerdere vestigingsplaatsen. Het aantal leerlingen schommelt tussen de 320 en 350, 
eveneens met uitzondering van Vrije Basisschool De Ark, waar 900 leerlingen zitten (ratio 
3:1). De IT-functie beslaat 0,2/0,3 voltijdse plaatsen per vestiging (wat overeenkomt met 1 
voltijdse positie bij Vrije Basisschool De Ark). 
 Middelbaar onderwijs:  
Op het niveau school heeft het Sint-Godelieve-Instituut een personeelsbestand van 138 
personeelsleden en een leerlingenbestand van 1050 leerlingen. De IT-staf in deze school 
komt overeen met één voltijdse positie. 
Op het niveau scholengemeenschap heeft de scholengemeenschap Y uit het Nederlandse 
Aalten een personeelsbestand van 290 personeelsleden en een leerlingenbestand van 1980 
leerlingen. De IT-staf verantwoordelijk voor deze scholengemeenschap beslaat 1,8 voltijdse 
posities.  
Dit toont geen noemenswaardige verschillen tussen Nederland en België. De verhouding 
tussen de voltijdse posities van de IT-staf bij beide onderwijsinstellingen komt overeen met 




 Hoger onderwijs: 
Er werken 80 personeelsleden binnen het deelnemende departement van de Katholieke 
Hogeschool Limburg en hier volgen 600 studenten les. De lokale IT-functie beslaat 0,55 
voltijdse plaatsen. Zoals uit de antwoorden op de vragenlijst blijkt, wordt de IT infrastructuur 
evenwel beheerd door een centrale IT-staf (op het niveau van de gehele hogeschool). 
. 
3. Worden mobiele apparaten reeds toegelaten op het schoolnetwerk, m.a.w. is BYOT reeds 
geïmplementeerd binnen de school? Zo ja, sinds wanneer? Zo nee, wenst u dit te doen en zo ja, 
tegen wanneer? 
In vijf van de negen deelnemende onderwijsinstellingen/scholengemeenschappen worden mobiele 
apparaten reeds toegelaten op het schoolnetwerk (drie in het basisonderwijs, één in het middelbaar 
onderwijs en één in het hoger onderwijs). 
Opmerkelijk hierbij is, dat elk van de respondenten uit het basisonderwijs aangeven, dat het gebruik 
van mobiele apparaten toegelaten is voor de leerkrachten, maar niet voor de leerlingen. 
De KHLim is gestart met het toelaten van mobiele apparaten op hun schoolnetwerk vanaf het 
ogenblik dat deze apparaten hun intrede deden. Bij de basisscholen is het toelaten van deze mobiele 
apparaten een vrij recente gebeurtenis. Basisschool X geeft aan dit sinds 2010 te doen, in 
scholengemeenschap “SAMEN voor BETER!” gebeurt dit sinds 2011 en in scholengemeenschap 
BruNo sinds 2012. 
Van de vier onderwijsinstellingen/scholengemeenschappen die negatief hebben geantwoord op deze 
vraag, geven echter drie aan dat ze hiermee in de loop van volgend schooljaar willen starten. 
 
Deel 1: wat is de invloed van BYOT op de gebruikers binnen de 
onderwijsinstelling? 
In dit hoofdstuk wordt getracht een antwoord te geven op deelvraag 12: “wat is de invloed van BYOT 
op de gebruikers binnen de onderwijsinstelling?”. Dit wordt mogelijk door de antwoorden te 
analyseren die gegeven werden bij de vragen die gesteld werden bij het onderdeel “Gebruikers” van 





Figuur 18: BYOT inpassingsmodel – onderdeel Gebruikers 
4. Worden aan het leerkrachten/docenten (bijvoorbeeld door bijscholingen) de voordelen duidelijk 
gemaakt van het werken met mobiele apparaten tijdens de lessen? Indien ja, op welke wijze 
gebeurt dit? Indien nee, bent u dit van plan te doen in de toekomst? 
De voordelen van het werken met mobiele apparaten tijdens de lessen worden hoofdzakelijk 
duidelijk gemaakt door bijscholingen. Bij de onderwijsinstellingen waar BYOT reeds is toegelaten, 
geeft enkel de KHLim aan nog geen bijscholingen te geven aan de docenten. Maar indien tijd 
voorzien wordt, willen ze dit wel doen. Alle andere onderwijsinstellingen waar BYOT reeds is 
toegelaten, doen dit wel.  
Voorbeelden van bijscholingen die worden aangegeven zijn: het tonen van video’s op YouTube, het 
gebruik van Dropbox, mogelijkheden van laptops/tablets aantonen voor gebruik tijdens de lessen, 
het voordeel aantonen van het kunnen werken thuis en op school met het zelfde apparaat 
(tijdsbesparing). 
Bij de onderwijsinstellingen waar BYOT nog niet werd toegelaten, geeft één ICT coördinator (Vrije 
Katholieke Basisscholen Sint-Pieters-Leeuw) aan dat hij niet van plan is om dit te doen 
(werkmateriaal en privé-materiaal moet gescheiden blijven). Alle andere onderwijsinstellingen 
hebben het voornemen om bijscholingen te organiseren eens BYOT toegelaten wordt. 
5. Wordt door de school toegestaan dat tijdens de lessen gebruik gemaakt wordt van mobiele 
apparaten? 
Aan alle respondenten werd duidelijk gemaakt dat BYOT een verzamelnaam is voor apparaten en 
toepassingen die zowel op het werk (op school) als in de privésfeer (thuis) worden gebruikt. Het is, 
voor dit onderzoek, minder belangrijk wie de eigenaar is van de mobiele apparaten. Een 
onderwijsinstelling kan namelijk opteren om zelf toestellen aan te kopen en deze dan te verdelen 
onder zijn leerlingen/studenten (p. 20). Wat echter wel belangrijk is, is dat de mobiele apparaten de 
school zullen verlaten (Miller et al, 2012). Mobiele apparaten die eigendom zijn van de school, maar 
enkel binnen de school gebruikt worden, vallen dus niet onder de noemer van BYOT. Dit verklaart 
ook de antwoorden die op deze vraag zijn gegeven. Met name iedere respondent geeft aan dat 




Vier respondenten geven aan dat het gebruik van mobiele apparaten tijdens de lessen enkel 
toegelaten wordt voor de leerkrachten. Hiervan gaat scholengemeenschap BruNo dit vanaf volgend 
schooljaar ook toelaten voor de leerlingen in één van zijn scholen. Daarnaast geeft Vrije Basisschool 
De Parel geeft ook aan dat dit nog maar vrij sporadisch gebeurd (één leerkracht). Basisschool X laat 
wel mobiele apparaten toe voor de leerkrachten, uitgezonderd GSM’s en smartphones.  
6. Wordt aan studenten/leerlingen en personeelsleden een contract voorgelegd waarin de rechten 
en plichten verduidelijkt worden met betrekking tot persoonlijke apparaten? Indien ja, op welke 
wijze gebeurt dit? 
Zeven van de negen respondenten geven aan dat er nog geen contract voorgelegd wordt aan de 
studenten/leerlingen en personeelsleden van de onderwijsinstelling. Bij twee onderwijsinstellingen 
waar dit wel gebeurt (allebei basisonderwijs), is dit enkel voor personeelsleden (een clausule in het 
arbeidsreglement) en niet voor de leerlingen. 
Vrije Basisschool De Parel geeft aan dit in de nabije toekomst ook te voorzien in zijn 
arbeidsreglement.  
7. Indien er zo’n contract wordt uitgeschreven, welke onderdelen bevat dit contract? 
Scholengemeenschap “SAMEN voor BETER!” gebruikt de deontologische ICT-code, zoals deze werd 
voorgeschreven door het VSKO. Ook Vrije Basisschool De Parel zal deze code als basis gebruiken. U 
kunt deze deontologische ICT-code terugvinden in bijlage 8. 
Toelichting: Het Vlaams Secretariaat van het Katholiek Onderwijs of VSKO is de koepelorganisatie van 
de inrichtende machten van het katholiek onderwijs in Vlaanderen. Het secretariaat dient als forum 
voor overleg, maar ook als dienstverlening naar de aangesloten scholen, met onder meer juridisch 
advies, pedagogische dienst, personeelsaangelegenheden, pastorale inspiratie, 
leerplanontwikkelingen en didactische uitgaven, nascholing en dergelijke (bron: 
http://www.vsko.be). 
De hoofdpunten die worden beschreven in deze deontologische ICT-code zijn: rechten en plichten 
omtrent het gebruik van professionale ict-middelen, het gebruik van het netwerk, e-mail en internet.  
Aanbeveling: Deze deontologische ICT-code kan gebruikt worden als startpunt. Echter 
ontbreekt hier nog één fundamenteel aspect. Zo behandelt deze ICT-code enkel de 
professionele ICT middelen en niet de privé apparaten (die geen eigendom zijn van de 
school). Wanneer een personeelslid of de leerling/student zijn eigen materiaal binnen de 
school gebruikt, zal duidelijk gemaakt moeten worden wat de rechten en plichten zijn (zowel 
voor de onderwijsinstelling als voor de gebruiker). 
Basisschool X geeft aan een clausule in het arbeidsreglement te hebben waarin de aspecten virussen, 
eigendomsrecht, privégebruik, officiële programma’s, hoe te handelen met…, worden behandeld. 
8. Wordt aan het personeel een bijscholing gegeven betreffende de beveiligingsrisico’s en de 
“manier van werken” met hun mobiele appara(a)t(en)? Indien ja, gebeurt dit op regelmatige basis 





Basisschool X geeft aan dit deels te doen omdat dezelfde regels gelden als bij het gebruik van vaste 
apparaten. 
Theoretische toelichting: De “manier van werken” zal grotendeels overeenkomen, waar het 
beveiligingsrisico’s liggen toch iets anders bij mobiele apparaten, voornamelijk die mobiele 
apparaten die niet in het volledige beheer van de school zijn (Miller e.a., 2012; Clarke e.a., 
2012; Markelj & Bernik, 2012). Voorbeelden hiervan kunnen zijn: de gebruiker heeft over de 
mogelijkheid om de virusscanner/firewall aan of uit te zetten, wachtwoordbeveiliging in of 
uit te schakelen, etc. 
Alle andere respondenten geven aan nog geen bijscholingen te geven aan hun personeel omtrent de 
beveiligingsrisico’s en de “manier van werken”. Van deze acht respondenten geven zes respondenten 
echter wel aan dat ze dit in de toekomst wensen te doen. 
9. Wordt aan de studenten/leerlingen een bijscholing gegeven betreffende de beveiligingsrisico’s 
en de “manier van werken” met hun persoonlijke apparaat? Indien ja, gebeurt dit op regelmatige 
basis en wat zijn de hoofdlijnen van deze bijscholing? Indien nee, bent u dit van plan te doen in de 
toekomst? 
Die onderwijsinstellingen, waar BYOT nog niet wordt toegelaten (vier van de negen), geven bijgevolg 
ook nog geen bijscholingen aan hun leerlingen/studenten. Hiervan geven echter wel drie 
respondenten aan dit te gaan doen wanneer BYOT binnen de onderwijsinstelling zal toegelaten 
worden. 
Ook de onderwijsinstellingen waar BYOT wel reeds wordt toegelaten, geven aan nog geen 
bijscholingen omtrent de beveiligingsrisico’s en de “manier van werken” te geven. De hoofdreden die 
wordt aangehaald is dat de leerlingen nog geen eigen toestellen mogen meebrengen. 
Scholengemeenschap BruNo, die vanaf volgend schooljaar, voor één van zijn scholen, BYOT ook zal 
toelaten voor de leerlingen, geeft aan dat er vanaf dan ook bijscholingen zullen georganiseerd 
worden. Deze bijscholingen zullen gegeven worden door de klasleerkracht zelf. 
De KHLim geeft aan dat er nog geen bijscholing gegeven werd, maar wel dat dit mondeling tijdens 
een introductiesessie aan de studenten wordt meegedeeld. 
 
Deel 2: wat is de invloed van BYOT op de techniek, m.a.w waaraan moet 
het netwerk en de infrastructuur voldoen? 
In dit hoofdstuk wordt getracht een antwoord te geven op deelvraag 13: “wat is de invloed van BYOT 
op de techniek,  m.a.w waaraan moet het netwerk en de infrastructuur voldoen?”. Dit wordt 
mogelijk door de antwoorden te analyseren die gegeven werden bij de vragen die gesteld werden bij 





Figuur 19: BYOT inpassingsmodel – onderdeel Techniek 
10. Is er voldoende bandbreedte aanwezig om alle apparaten te ondersteunen? Wat is de 
downloadsnelheid en de uploadsnelheid van uw huidige internetabonnement? 
Uit de antwoorden blijkt dat de Vlaamse basisscholen beschikken over drie soorten 
internetverbindingen: 
 een ADSL-verbinding met een downloadsnelheid rond 4 Mb/s en een uploadsnelheid rond 
0,5 Mb/s; 
 een VDSL-verbinding met een downloadsnelheid tussen 5 en 25 Mb/s en een uploadsnelheid 
tussen 1 en 5 Mb/s; 
 een kabelverbinding/glasvezelverbinding met een downloadsnelheid tussen 25 en 120 Mb/s 
en een uploadsnelheid tussen 1 en 5 Mb/s 
Theoretische toelichting: Wanneer de onderwijsinstelling BYOT zal toelaten binnen de school, zal 
minimaal een kabelverbinding/glasvezelverbinding nodig zijn. Dit gezien het aantal toestellen, die 
gelijktijdig zullen verbinding maken met het internet (Weiß & Leimeister, 2012). 
De Nederlandse middelbare scholengemeenschap Y geeft aan te beschikken over een 
glasvezelverbinding met voldoende capaciteit. Exacte download -en uploadsnelheden werden echter 
niet gegeven. 
Zowel het Sint-Godelieve-instituut geeft geen antwoord op deze vraag (zie hoofdstuk 9), als de 
KHLim (waar de centrale IT-staf verantwoordelijk is voor de infrastructuur). 
11. Zijn er afspraken gemaakt met de internetprovider betreffende de te leveren diensten? Indien 
ja, welke? 
 
Scholengemeenschap BruNo geeft aan afspraken gemaakt te hebben betreffende de reactiesnelheid 
bij problemen. In de Middelbare Scholengemeenschap Y werden afspraken gemaakt over de up-time. 
Elk van de andere respondenten hebben geen specifieke afspraken gemaakt met de 
internetprovider. De respondenten die gebruik maken van Telenet (Belgische kabelmaatschappij) als 
internetprovider geven wel mee dat er garanties werden vastgelegd eenzijdig vanuit Telenet zelf. 




- Maandelijkse beschikbaarheid coax access: garantie 99,80%. 
- Nettohersteltijd coax access inclusief router: target nettohersteltijd van 8u. 
Bij KHLim is de situatie niet duidelijk (wegens centraal beheer). 
12. Indien afspraken zijn gemaakt met de internetprovider, zijn deze dan vastgelegd in een 
“Service Level Agreement” (een contract waarin staat hoe te handelen bij slechte kwaliteit van de 
dienst)? Zo ja, wordt deze SLA op geregelde tijdstippen herzien? 
Bij Scholengemeenschap BruNo werden de afspraken vastgelegd in een SLA. Belgacom beheert in 
België het volledige vaste telefoonnetwerk. Hiervoor werd een SLA prioriteit 1 afgesloten. Gezien de 
liberalisering van de markt, kunnen verschillende internetproviders hun diensten aanbieden via het 
Belgacom- (en ook het Telenet-) netwerk. Scholengemeenschap BruNo heeft als internetprovider 
Irisnet. Hiervoor is een SLA prioriteit 3 afgesloten. 
Theoretische toelichting: Bij het toekennen van prioriteiten aan incidenten moet rekening 
gehouden worden met zowel de urgentie (hoe snel verwacht de organisatie een oplossing?) 
als de impact. Een indicatie van de impact kan zijn het aantal gebruikers die getroffen 
worden door het incident. ITIL geeft een voorbeeld van een eenvoudig prioriteiten-
coderingsysteem. Onderstaande tabellen geven dit weer. 
 Impact 
Hoog Gemiddeld Laag 
Urgentie 
Hoog 1 2 3 
Gemiddeld 2 3 4 
Laag 3 4 5 
Tabel 54: prioriteiten toegekend volgens urgentie en impact 
Prioriteitcode Beschrijving Oplossingstijd 
1 Kritiek 1 uur 
2 Hoog 8 uur 
3 Gemiddeld 24 uur 
4 Laag 48 uur 
5 Gepland Gepland 
Tabel 55: oplossingstijd volgens prioriteit 
Elke organisatie kan op deze wijze hun eigen prioriteiten-coderingsysteem hebben. Maar 
daar veel organisaties gebruik maken van de ITIL best practices, wordt verwacht dat 
bovenstaand prioriteiten-coderingsysteem het meest gangbare zal zijn (OGC, 2007, pp. 50-
51). 
Middelbare scholengemeenschap Y geeft aan dat er een SLA is. Maar er is niet duidelijk van welke 
prioriteit deze is. 
Bij die onderwijsinstellingen, die gebruik maken van Telenet (zie vorige vraag) wordt impliciet een 
SLA afgesloten van prioriteit 2. 




13. Is er over elk van de gebouwen van de onderwijsinstelling draadloze connectiviteit mogelijk 
(802.11B/G/N)? Op welke wijze gebeurt dit? Is er één groot netwerk of zijn dit allemaal kleinere 
netwerken met aparte SSID’s (netwerknamen)? Is er een gast draadloos netwerk (met gelimiteerde 
toegang) en een meer beveiligd draadloos netwerk (dat toegang verleent tot interne bronnen) 
aanwezig? 
Op twee scholengemeenschappen na (Scholengemeenschap Vrije Katholieke Basisscholen Sint-
Pieters-Leeuw en Middelbare Scholengemeenschap Y), is overal enige vorm van draadloze 
connectiviteit mogelijk. Middelbare Scholengemeenschap Y verklaart, tegen december 2013, ook te 
beschikken over draadloze connectiviteit, inclusief een gastnetwerk. 
Enkel de KHLim geeft aan, naats een beveiligd netwerk, ook over een gastnetwerk te beschikken (1 
open netwerk en 1 eduroam netwerk). 
Toelichting: eduroam staat voor educational roaming. eduroam maakt het voor 
personeelsleden en studenten mogelijk om op een eenvoudige en veilige manier draadloos 
toegang te verkrijgen tot Internet in een aantal binnen- en buitenlandse instellingen. Heel 
wat onderwijs- en onderzoeksinstellingen over heel Europa zijn aangesloten op eduroam en 
stellen hun draadloos netwerk op die manier beschikbaar aan elkaars studenten en 
medewerkers (bron: https://admin.kuleuven.be/icts/services/wifi/eduroam_algemene_info). 
Theoretische toelichting: Door naast het standaard netwerk een gastnetwerk beschikbaar te 
stellen (Bente & Helden, 2009), krijgen niet toegelaten apparaten (alsook gasten) toch nog 
standaard internetmogelijkheden, maar blijven de interne bronnen veilig gesteld 
(gelimiteerde toegang). 
Naast de KHLim, geeft ook Vrije Basisschool De Ark en Scholengemeenschap BruNo (voor één van zijn 
scholen) aan over één groot beveiligd netwerk te beschikken overheen elk van de gebouwen van de 
onderwijsinstelling.  
In elk van de niet genoemde onderwijsinstellingen/scholengemeenschappen is beperkte draadloze 
connectiviteit mogelijk (meestal in de omgeving van de burelen van de directie en beleidspersoneel). 
Dit gebeurt door aparte routers, wat ervoor zorgt dat verschillende SSID’s voorkomen binnen de 
onderwijsinstelling. Gezien, apparaten in deze onderwijsinstellingen/scholengemeenschappen, 
voornamelijk personeel gebruik mag maken van mobiele apparaten (zie vraag 5) zijn elk van deze 
netwerken beveiligd. 
14. Zijn alle access points strategisch gepositioneerd, zodat interferentie tussen deze access points 
geminimaliseerd wordt? Op welke wijze werd deze positie bepaald? 
Logischerwijs staan de access points bij die scholengemeenschappen, waar nog geen draadloze 
connectiviteit is (Scholengemeenschap Vrije Katholieke Basisscholen Sint-Pieters-Leeuw en 
Middelbare Scholengemeenschap Y), ook niet strategisch gepositioneerd. Middelbare 





Mening van de auteur: Wanneer één access point per lokaal zal staan, zal er waarschijnlijk 
veel overlap zijn tussen de verschillende access points. Een betere oplossing zou zijn, door 
gebruik te maken van metingen. 
Zowel Vrije Basisschool De Ark als Sint-Godelieve-Instituut verklaren hun access points, op deze 
wijze, strategisch geplaatst te hebben (met de hulp van metingen). 
Bij Scholengemeenschap BruNo, Basisschool X en de KHLim werden de gebouwen als richtpunt 
genomen. 
Enkel Scholengemeenschap “SAMEN voor BETER!” geeft aan dit nog niet te doen. 
15. Op welke wijze verloopt de beveiliging over het draadloos netwerken / de draadloze 
netwerken? 
Er worden drie soorten beveiliging aangehaald, namelijk WEP, WPA2 en MAC-adres. 
Theoretische toelichting: WEP is een standaard die ontwikkeld is eind de jaren 90. 
Ondertussen is aangetoond dat deze standaard enkele zwakke plekken bevat, die het 
mogelijk maakt voor hackers om deze beveiliging te doorbreken. Vandaar wordt aangeraden 
gebruik te maken van de nieuwere WPA2 standaard, die is ontwikkeld in 2006 en waar deze 
zwakke plekken zijn weggewerkt (Landman, 2010). Beveiliging via MAC-adres is ook een 
mogelijkheid. Maar hier moet elk toestel, dat wenst verbinding te maken met het netwerk, 
eerst handmatig toegevoegd worden aan de lijst met toegelaten apparaten (= verhoging van 
de werklast voor de IT-staf). 
Enkel Scholengemeenschap Vrije Katholieke Basisscholen Sint-Pieters-Leeuw maakt alleen nog 
gebruik van WEP. 
Scholengemeenschap BruNo, Vrije Basisschool De Ark en KHLim maken volledig gebruik van de 
nieuwere WPA2 standaard. 
In Scholengemeenschap “SAMEN voor BETER!” en Basisschool X is een combinatie aanwezig van 
zowel WEP (voor de oudere access points) en WPA2 (voor de nieuwere access points). Ook hier zal 
WEP dus geleidelijk aan verdwijnen. 
Middelbare Scholengemeenschap Y gebruikt een combinatie van WPA2 en MAC-adres.  
Aanbeveling: Dit is een heel veilige combinatie, maar ook arbeidsintensief. Wanneer BYOT zal 
worden toegelaten in deze school en het aantal mobiele apparaten dus sterk zal stijgen, zal 
dit een hoge werklast voor de IT-staf met zich meebrengen. Aan te raden is dus om enkel 
WPA2 te gebruiken. Indien deze BYOT apparaten echter geen toegang behoeven tot interne 
netwerkbronnen, zal een gastnetwerk volstaan. 
Vrije Basisschool De Parel geeft geen antwoord mee, aangezien zij hun netwerk volledig gaan 
vernieuwen met een professionele oplossing wanneer ze BYOT zullen toelaten binnen de school. Ook 




Hieruit kan toch geconcludeerd worden dat de beveiliging in zes van de negen 
onderwijsinstellingen/scholengemeenschappen op een correcte wijze verloopt. Deze instellingen 
gebruiken immers WPA2 als beveiliging, of zijn aan het overstappen naar deze beveiliging (get nut 
van WPA2 wordt dus ingezien). 
16. Is er enige vorm van Network Access Control aanwezig? Indien ja, welke? Indien nee, bent u 
van plan dit te implementeren in de toekomst? 
Op dit moment moet geconcludeerd worden dat Network Access Control nog niet degelijk werd 
geïmplementeerd binnen de onderwijsinstellingen/scholengemeenschappen. Scholengemeenschap 
BruNo en Middelbare Scholengemeenschap Y geven wel aan te beschikken over enige vorm van 
Network Access Control, maar uit de antwoorden blijkt dat dit maar basisoplossingen en geen 
volwaardige oplossingen zijn. Bij scholengemeenschap BruNo bestaat deze oplossing uit een router 
waarvan de toegang volledig aan of uit kan worden gezet (niet selectief). Middelbare 
Scholengemeenschap Y weet niet juist over welke oplossing dit gaat, waarmee ook geconcludeerd 
moet worden dat dit niet actief wordt gebruikt. 
Sint-Godelieve-Instituut geeft aan dit te implementeren in de toekomst. Alle andere 
onderwijsinstellingen/scholengemeenschappen geven aan geen enkele vorm van Network Access 
Control te gebruiken. 
17. Is er een firewall op netwerkniveau aanwezig die ongeoorloofde toepassingen en poorten 
blokkeert? Indien ja, welke toepassingen en/of poorten worden geblokkeerd en waarom? 
In het basisonderwijs geven drie onderwijsinstellingen aan over een firewall te beschikken. Hiervan 
gebruikt enkel Basisschool De Ark enkele van de mogelijkheden van deze firewall. In deze school 
wordt al het netwerkverkeer gelogd en worden bepaalde internetsites geblokkeerd. Basisschool X en 
Vrije Basisschool De Parel gebruiken de standaardinstellingen. Dit komt neer op het blokkeren van 
alle niet-standaard poorten. Het netwerkverkeer wordt verder niet geanalyseerd. 
Op het middelbaar is een vergelijkbaar resultaat te herkennen. Zowel Middelbare 
Scholengemeenschap Y als Sint-Godelieve-Instituut beschikken over een firewall, maar met 
standaardinstellingen. (Middelbare Scholengemeenschap Y geeft aan niet te weten welke poorten 
geblokkeerd worden. Hieruit wordt verondersteld dat deze firewall niet actief onderhouden en 
gemonitord wordt en dat geen significante wijzigingen aan de standaardconfiguratie zijn 
toegebracht.) 
In de KHLim is geen firewall aanwezig.  
Hieruit moet geconcludeerd worden dat de beveiliging van de netwerkinfrastructuur, in de meeste 
onderwijsinstellingen/scholengemeenschappen, nog steeds de wensen overlaat.  
Theoretische toelichting: Of de onderwijsinstelling er nu voor kiest om een BYOT beleid te 
voeren of niet, toch zal de beveiliging van de netwerkinfrastructuur een belangrijk 
aandachtspunt moeten zijn. Enkel op deze wijze kan de veiligheid van de gebruikers en hun 




18. Is er een configuratiemodel (overzicht, inventaris) aanwezig van de gehele IT-infrastructuur, dat 
kan gebruikt worden om incidenten en problemen zo snel mogelijk op te lossen? Indien ja, 
beschrijf de hoofdlijnen van de gegevens die hierin worden bijgehouden. Indien nee, bent u van 
plan om dit in de toekomst aan te maken? 
Het Sint-Godelieve-Instituut wordt genegeerd bij deze vraag, wegens geen antwoord. 
De antwoorden op deze vraag zijn vrij positief. In het basisonderwijs geeft enkel Vrije Basisschool De 
Parel aan over geen configuratiemodel te beschikken. In elk van de andere basisscholen zijn 
diagrammen of lijsten aanwezig. 
Dit is eveneens zo bij de Middelbare Scholengemeenschap Y, die beschikken over een Visio 
netwerkplattegrond. 
Opmerkelijk is dat de KHLim aangeeft over geen configuratiemodel te beschikken. Maar gezien de 
infrastructuur centraal (op niveau van de hogeschool) beheerd wordt, verwacht de auteur wel dat op 
centraal niveau een configuratiemodel aanwezig zal zijn. 
Over de gegevens die in het configuratiemodel staan, geeft enkel Basisschool X een toelichting. Deze 
lijst bevat het type van het toestel, de locatie, het IP adres (indien het toestel beschikt over een vast 
IP-adres) en de configuratie. Maar verwacht wordt dat een diagram, zoals dat gebruikt wordt in de 
andere onderwijsinstellingen/scholengemeenschappen, dezelfde gegevens zal bevatten (sowieso de 
locatie, het type toestel en het eventuele IP-adres). 
19. Is er een netwerkmonitoringtool aanwezig dat slecht werkende onderdelen binnen de 
infrastructuur kan detecteren? Indien ja, welke tool is dit en wat zijn de functies hiervan? 
Het Sint-Godelieve-Instituut en de KHLim worden genegeerd bij deze vraag. Dit omdat ICT-
coördinator van het Sint-Godelieve-Instituut geen antwoord heeft gegeven en omdat de ICT-
coördinator van de KHLim hier niet kan op antwoorden omdat dit op het niveau van de volledige 
hogeschool geregeld wordt. 
Scholengemeenschap BruNo gebruikt Wifi Analyzer. Dit is een Android toepassing om draadloze 
netwerken uit te meten en af te stemmen zodat interferentie beperkt wordt. Geen enkele andere 
onderwijsinstelling gebruikt een netwerkmonitoringtool. 
Theoretische toelichting: Wifi Analyzer is maar een deel van de oplossing. Deze toepassing kan 
worden gebruikt om problemen op te sporen met de draadloze infrastructuur eens ze zich voordoen. 
Maar hiermee is het niet mogelijk om proactief in te spelen op mogelijke problemen die in de 
toekomst dreigen te gebeuren (OGC, 2007e, pp. 35-36). Ook bestaat de netwerkinfrastructuur uit 
meer dan enkel de draadloze netwerken. Om proactief in te kunnen spelen, zal een 
netwerkmonitoringtool gegevens 24/24 moeten kunnen loggen en onregelmatigheden detecteren. 
Dit zou moeten gebeuren voor zowel draadloze netwerken, als routers, modems, switches, firewalls, 
netwerkkaarten, etc. Wanneer dit geïmplementeerd zou zijn, zal dit de werklast van de IT-staf 





Deel 3: wat is de invloed van BYOT op de systemen? 
In dit hoofdstuk wordt getracht een antwoord te geven op deelvraag 14: “wat is de invloed van BYOT 
op de systemen?”. Dit wordt mogelijk door de antwoorden te analyseren die gegeven werden bij de 
vragen die gesteld werden bij het onderdeel “Systemen” van het gecreëerde inpassingsmodel. 
 
Figuur 20: BYOT inpassingsmodel – onderdeel Systemen 
20. Wordt elk mobiel apparaat toegelaten binnen de school of bestaat er een lijst met geschikte 
apparaten/eisen die gesteld worden aan de apparaten? Indien ja, hoe is deze keuze bepaald en 
welke eisen werden gesteld? 
De antwoorden die op deze vraag zijn gegeven, zijn verrassend. In elk van de 
onderwijsinstellingen/scholengemeenschappen worden mobiele apparaten toegestaan. Dit geldt 
eveneens voor die onderwijsinstellingen/scholengemeenschappen waar BYOT nog niet toegelaten is.  
Mening van de auteur: Dit kan verklaard worden door het feit dat men nog niet volledig 
bewust is van de risico’s die BYOT met zich meebrengt, waardoor deze apparaten wel 
toegelaten worden, zonder nagedacht is over de eventuele gevolgen.  
Bij deze onderwijsinstellingen/scholengemeenschappen (waar BYOT nog niet is toegestaan), worden 
helemaal geen eisen gesteld aan de apparaten. Als reden wordt gegeven dat, gezien nog geen 
afspraken zijn gemaakt, elk apparaat dus is onderwijsinstellingen toegestaan. De enige basiseis die de 
onderwijsinstellingen/scholengemeenschappen. vastleggen, is wie gebruik mag maken van deze 
apparaten. Bij Scholengemeenschap Vrije Katholieke Basisscholen Sint-Pieters-Leeuw mag ieder 
personeelslid gebruik maken van zijn eigen mobiel apparaat. Bij Vrije Basisschool De Parel enkel 
directie en het beleidsondersteunend personeel. 
Van de scholen waar BYOT wel al werd toegelaten, stelt enkel Scholengemeenschap “SAMEN voor 
BETER!“ bepaalde minimumeisen aan de toestellen (zoals het type besturingssysteem en de 
hoeveelheid RAM geheugen). Basisschool X geeft aan dat er nog bijna geen mobiele apparaten 
worden meegebracht, aangezien elke leerkracht een laptop heeft van de school. Van deze apparaten 
worden de eisen bepaald door de school zelf. Smartphones worden aldaar toegelaten, maar moeten 




Enkel KHLim en Sint-Godelieve-Instituut staan apparaten toe voor zowel studenten als personeel. 
Maar ook hier worden geen minimum eisen gesteld. Alles wordt toegelaten. 
Middelbare Scholengemeenschap Y geeft aan dat er pas eisen zullen gesteld worden aan de 
apparaten wanneer deze zullen ingezet worden voor educatieve doeleinden. Voorlopig zijn deze 
apparaten hier enkel toegestaan voor het personeel. 
21. Is er een accuraat overzicht aanwezig met de apparaten/besturingssystemen/toepassingen 
waaraan ondersteuning zal geboden worden? 
Zowel de KHLim als de Scholengemeenschap “SAMEN voor BETER!” geven aan een inventaris bij te 
houden. Deze inventaris bevat bij beide echter wel enkel die toestellen die eigendom zijn van de 
school. Elk van de andere onderwijsinstellingen houdt geen overzicht bij. 
22. Is er een Mobile Device Management oplossing aanwezig om deze persoonlijke apparaten te 
ondersteunen? Indien zo, welke? 
Geen enkele school beschikt op dit moment over een Mobile Device Management oplossing die het 
mogelijk maakt persoonlijke apparaten te ondersteunen. 
Theoretische toelichting: Wanneer een onderwijsinstelling beslist te starten met BYOT, zal de 
aanschaf van een Mobile Device Management oplossing noodzakelijk worden. Anders komt 
de beveiliging van de interne infrastructuur (intern netwerk + interne netwerkbronnen), 
alsook van de data op het apparaat in het gedrang (Zumerle, 2012). 
23. Welke mogelijkheden bevat deze MDM-oplossing? 
Gezien het antwoord op de vorige vraag, wordt deze vraag overbodig. 
24. Is er een beleid uitgeschreven wanneer de ICT-coördinator/leden van de IT-staf een apparaat 
mogen vergrendelen, wissen en traceren? 
Elk van de respondenten uit het basisonderwijs geven aan dat er nog geen beleid is uitgeschreven 
wanneer een apparaat mag vergrendeld, gewist of getraceerd worden. De ICT-coördinator van Vrije 
Basisschool De Parel verklaart dat dit bij hun komt omdat ze een kleine basisschool zijn waar er maar 
één ICT coördinator is. 
Mening van de auteur: Ook al is er maar één ICT-coördinator aanwezig, toch zal een dergelijk 
beleid nuttig zijn voor de onderwijsinstelling. Er is immers maar één ICT-coördinator nodig 
die bijvoorbeeld wrok koestert tegen een bepaald iemand of tegen de onderwijsinstelling. Op 
deze manier kan de onderwijsinstelling zich veilig stellen. 
Middelbare Scholengemeenschap Y geeft aan dat er nog geen officieel beleid is, maar dat apparaten 
enkel mogen vergrendeld, gewist of getraceerd worden op verzoek van de rector of de 
managementstaf. 





Mening van de auteur: Wanneer dit beleid, als een clausule, wordt toegevoegd aan de 
functieomschrijving van de ICT-coördinator enerzijds en wanneer dit wordt toegevoegd aan 
het contract betreffende de rechten en plichten van BYOT, dat ondertekend moet worden 
door het personeel en de leerlingen/studenten anderzijds (zie vraag 6), is dit volgens de 
auteur juridisch wel hard te maken. Daarenboven kan gebruik gemaakt worden van 
zogenaamde “vault-software” (zie vraag 35), waar de gevoelige schoolgegevens in bewaard 
kunnen worden. Om de scheiding tussen privé- en schoolgegevens te behouden, kan worden 
geopteerd om het enkel voor de school mogelijk te maken deze gegevens binnen de “vault” 
te wissen. 
De ICT-coördinator van het departement van de KHLim moet het antwoord hierop schuldig blijven, 
gezien dit centraal beheerd wordt (op het niveau van de hogeschool). 
25. Niet enkel aan de gebruikers moeten rechten toegekend worden, maar ook aan de persoonlijke 
apparaten. Ondersteunt de MDM oplossing, in samenwerking met Network Access Control, het 
toekennen van rechten aan deze persoonlijke apparaten, zodat bij het niet te voldoen aan de eisen 
de toegang tot het schoolnetwerk kan gelimiteerd of ontzegd worden? 
Gezien het ontbreken van Mobile Device Management oplossingen en Network Access Control in de 
onderwijsinstellingen die deelnamen aan dit onderzoek, wordt deze vraag overbodig. 
26. Zijn er reservetoestellen aanwezig die kunnen gebruikt worden bij problemen met een ander 
toestel? Indien ja, over hoeveel apparaten spreekt u en hoe is dit aantal berekend? 
Vier van de negen respondenten verklaren over geen reservetoestellen te beschikken (drie 
basisscholen en één middelbare scholengemeenschap).  
Het Sint-Godelieve-Instituut werd genegeerd bij deze vraag, wegens geen antwoord. 
Bij de vier respondenten die wel beschikken over reservetoestellen, betreft het voornamelijk laptops. 
Vrije Basisschool De Ark beschikt over 2 laptops, 2 beamers en twee vaste computers die enkel in 
gebruik worden genomen wanneer andere apparaten gerepareerd of vervangen dienen te worden. 
In Scholengemeenschap “SAMEN voor BETER!“ en een Basisschool X zijn algemene laptops aanwezig, 
die zowel gebruikt kunnen worden voor de klasactiviteiten als ter vervanging van materiaal dat moet 
hersteld of vervangen worden. Enkel de KHLim beschikt, naast laptops (15 in totaal), ook over tablets 
(16 iPads in totaal) in reserve. 
Mening van de auteur: Op dit moment lijkt nog geen specifieke berekeningswijze te zitten achter het 
aantal reservetoestellen dat binnen de school aanwezig zijn. Dit is ook logisch gezien de toestand 
waarin de scholen zich op dit moment bevinden (nog niet of recent gestart met BYOT en bijna niet 
tijdens de lessen). Eens mobiele apparaten voor educatieve doeleinden zullen gebruikt worden, zal 
het echter belangrijk worden om te voorzien in een aantal reservetoestellen. Want wanneer het 
apparaat van een leerling/student of een personeelslid defect raakt tijdens een les, kan dit de 






Deel 4: wat is de invloed van BYOT op de toepassingen? 
In dit hoofdstuk wordt getracht een antwoord te geven op deelvraag 15: “wat is de invloed van BYOT 
op de toepassingen?”. Dit wordt mogelijk door de antwoorden te analyseren die gegeven werden bij 
de vragen die gesteld werden bij het onderdeel “Toepassingen” van het gecreëerde inpassingsmodel. 
 
Figuur 21: BYOT inpassingsmodel – onderdeel Toepassingen 
27. Is er een accuraat overzicht aanwezig met de toepassingen die de onderwijsinstelling gebruikt 
(en eventueel weigert)? Indien ja, op welke wijze werd deze keuze gemaakt? Indien nee, bent u 
van plan dit in de toekomst te doen? 
In het basisonderwijs geven vier van de zes scholen aan geen overzicht te hebben van de gebruikte 
toepassingen. Deze onderwijsinstellingen geven helaas niet aan of ze dit in de toekomst wel van plan 
zijn te doen.  
Vrije Basisschool De Ark en Basisschool X houden echter wel een overzicht bij. De keuze van deze 
toepassingen gebeurt voornamelijk op basis van legaal en gratis (open source) of goedkope 
toepassingen. 
De Middelbare Scholengemeenschap Y geeft aan dit nog niet te doen, maar zie het belang er wel van 
in. 
Tot slot geeft de KHLim aan ook een overzicht hebben van gebruikte toepassingen, maar niet van de 
geweigerde toepassingen. 
28. Stelt de school ook zelf software (apps) beschikbaar? Is er een apps portaal van de school? 
Enkel de KHLim heeft een portaal van waar software/apps te downloaden zijn (Toledo, 
Stageprogramma).  
Scholengemeenschap Vrije Katholieke Basisscholen Sint-Pieters-Leeuw geeft daarnaast aan Microsoft 
Office aan te bieden aan de leerkrachten. Dit geldt trouwens voor elke onderwijsinstelling in België 
(academische licentie). Dit gebeurt ofwel op fysieke media of via de Microsoft Store. Zelf beschikt de 




Verder geeft geen van de andere respondenten aan zelf software ter beschikking te stellen en 
beschikken ze bijgevolg ook niet over een apps portaal. 
Theoretische toelichting: Bij een BYOT beleid zal het noodzakelijk zijn een lijst samen te 
stellen met geschikte software en deze aan te bieden via een apps-portaal. Op deze wijze kan 
een selectie worden gemaakt van aan welke software ondersteuning zal geboden worden. 
Bovendien kan dit de strijd (deels) aangaan tegen virussen/spyware/malware, door enkel 
goedgekeurde apps/softwaretoepassingen ter beschikking te stellen (Landman, 2010). 
Natuurlijk is dit geen volledige garantie. De eigenaar van het mobiele apparaat kan nog 
steeds zijn eigen toepassingen/apps downloaden en installeren. Maar het is wel een stap in 
de goede richting.  
29. Op welke wijze wordt omgegaan met de gelicentiëerde software? Wordt deze ook op de 
persoonlijke apparaten geïnstalleerd? Indien ja, wat gebeurt er met deze gelicentiëerde software 
wanneer een personeelslid of student/leerling de school verlaat? 
Sint-Godelieve-Instituut wordt genegeerd bij deze vraag, wegens geen antwoord. 
Opmerkelijk bij de antwoorden op deze vraag is dat enkel over Microsoft software wordt gesproken. 
Scholengemeenschap BruNo installeert Microsoft software (besturingssysteem en Office) op de 
apparaten van het personeel (zowel binnen als buiten de school). De ICT coördinator geeft toe dat 
eens het personeelslid de school verlaat, deze software niet meer kan verwijderd worden. 
Mening van de auteur: Gezien vandaag de dag alle apparaten een officieel, gelicentiëerd 
besturingssysteem hebben, zal de besturingssysteemsoftware waarschijnlijk heel weinig 
gebruikt worden. Voornamelijk zal de Officeversie geïnstalleerd worden. Door gebruik te 
maken van Office 365 kan het probleem van schoolverlaters vermeden worden. 
Scholengemeenschap “SAMEN voor BETER!” en Middelbare Scholengemeenschap Y installeert 
gelicentiëerde software enkel op de computers die eigendom zijn van de school. Middelbare 
Scholengemeenschap Y haalt ook Office 365 aan als mogelijke oplossing. 
Vrije Basisschool De Ark installeert soms gelicentiëerde software op apparaten van de kinderen. De 
software wordt gewist indien het kind de school zal verlaten. 
De overige 4 onderwijsinstellingen/scholengemeenschappen gebruiken geen gelicentiëerde 
software. Basisschool X geeft aan dit te doen door gebruik te maken van gratis (opensource) 
software. 
30. Wordt er gebruik gemaakt van virtualisatie? Indien ja, voor welke doeleinden wordt deze 
oplossing gebruikt? 
Slechts twee scholengemeenschappen (Scholengemeenschap “SAMEN voor BETER!” en Middelbare 
Scholengemeenschap Y) maken gebruik van virtualisatie. Bij Scholengemeenschap “SAMEN voor 
BETER!” is dit enkel voor ondersteunende doeleinden (gebruik van Teamviewer door de ICT-




virtualisatie. Geen van de andere onderwijsinstellingen/scholengemeenschappen blijkt hiervan 
gebruik te maken. In Scholengemeenschap BruNo lijkt me dit in de toekomst wel te willen doen. 
De ICT coördinator van het Sint-Godelieve-Instituut maakt de opmerking dat de gegeven stelling fout 
is. Microsoft vraagt een licentie voor elke virtuele machine en maakt hierbij geen onderscheid tussen 
fysieke of virtuele machines. 
Toelichting van de auteur: De stelling waarover sprake is de volgende: 
Een mogelijkheid om de kostprijs van de licentiesoftware te doen dalen, is door gebruik te 
maken van virtualisatie. Op deze manier kan de gelicentiëerde software op een bepaald 
toestel geïnstalleerd worden en kunnen gebruikers (leerlingen/studenten, personeel) 
verbinding maken met het extern bureaublad van dat toestel. Op deze wijze moet maar één 
licentie aangekocht worden. Tevens biedt dit een oplossing voor wanneer een personeelslid of 
student/leerling de school verlaat. 
Deze formulering was misschien ietwat misplaatst. Het is inderdaad zo dat Microsoft een 
licentie vraagt voor een virtuele machine. Vandaar ook dat in de stelling gesproken wordt 
over een prijsdaling. De licentiekost van de virtuele machines zal lager liggen dan de 
afzonderlijke licentiekosten van elk van de toepassingen die in het andere geval op elk 
apparaat afzonderlijk moeten geïnstalleerd worden. 
Geconcludeerd moet worden dat er op dit moment nog vrij weinig gebruik wordt gemaakt van 
virtualisatie. Wanneer de onderwijsinstelling een BYOT beleid zal voeren, kan het gebruik van 
virtualisatie kosten besparen. 
31. Maakt de onderwijsinstelling gebruik van cloud computing? Indien ja, voor welke doeleinden 
wordt dit gebruikt? 
Sint-Godelieve-Instituut wordt genegeerd bij deze vraag, wegens geen antwoord. 
Vijf van de acht onderwijsinstellingen/scholengemeenschappen verklaren enige vorm van cloud 
computing te gebruiken. De doeleinden die genoemd worden, zijn het bewaren van data via Dropbox 
(Scholengemeenschap BruNo) en private cloud (Middelbare Scholengemeenschap Y), de hosting van 
het intranet via SharePoint (Scholengemeenschap “SAMEN voor BETER!”) en het bewerken van 
bestanden met Office365 (Middelbare Scholengemeenschap Y en in de toekomst ook Basisschool X). 
KHLim geeft aan geen gebruik te maken van cloud computing. Uit de eerdere antwoorden blijkt 
echter iets anders (zie vraag 28). Zo wordt Toledo aangegeven als apps portaal. Toledo is een cloud-
toepassing die samen met 13 andere onderwijsinstellingen (die deel uitmaken van de associatie KU 
Leuven) aan 130.000 studenten e-learning mogelijkheden biedt. 
Toevoeging van de auteur: Dropbox bewaart, naast een lokale versie, ook een online versie 
van alle bestanden. Deze bestanden worden opgeslagen op servers in verschillende 
datacenters binnen de Verenigde Staten (bron: https://www.dropbox.com/help/7/en). 
Gezien de Europese richtlijn betreffende de opslag van data (vraag 34), wordt het aan te 
raden om te zoeken naar een Europese provider van deze diensten. 
Uit deze vraag kan geconcludeerd worden dat er toch wel al wat gebruik wordt gemaakt van cloud 




nog vrij erg verschillen tussen de verschillende onderwijsinstellingen/ scholengemeenschappen 
onderling. 
32. Zijn er, voor de cloud toepassingen die eigendom zijn van de school, afspraken gemaakt met de 
cloud provider betreffende de te leveren diensten? Indien ja, is hiervoor een “Service Level 
Agreement” afgesloten (waarin staat hoe te handelen bij slechte kwaliteit van de dienst)? Wordt 
op geregelde tijdstippen (handmatig) of continu (automatisch) gecontroleerd/gemeten of de 
diensten geleverd door de externe serviceproviders voldoen aan de eisen vastgelegd in de SLA (in 
termen van beschikbaarheid, betrouwbaarheid, onderhoudbaarheid en ondersteunbaarheid)? 
Sint-Godelieve-Instituut wordt genegeerd bij deze vraag, wegens geen antwoord. 
Enkel Scholengemeenschap “SAMEN voor BETER!” en Vrije Basisschool De Ark verklaren te 
beschikken over een SLA. 
Bij Scholengemeenschap “SAMEN voor BETER!” betreft het hun SharePoint website. Van zodra de 
hosting firma op de hoogte werd gebracht, moet binnen de 4 uur het effect nagegaan worden en 
moet binnen de drie werkdagen het probleem opgelost zijn. Dit is dus een SLA met vrij lage prioriteit. 
Vrije Basisschool De Ark geeft geen verdere specificaties. 
Zowel Scholengemeenschap “SAMEN voor BETER!” als Vrije Basisschool De Ark geven niet aan of en 
hoe op geregelde tijdstippen gemeten wordt of de diensten voldoen aan de eisen vastgelegd in de 
SLA. 
Mening van de auteur: Door de auteur wordt verondersteld dat, aangezien deze SLA’S 
voornamelijk de uptime en technische mankementen zullen betreffen (wegens 
webtoepassingen), niet specifiek zal gemeten worden. Enkel wanneer problemen (toevallig) 
zichtbaar worden, zal de hosting firma op de hoogte worden gebracht. 
Impliciet wordt met de gebruikers van Office365 ook een SLA afgesloten. Deze bevat de minimale 
maandelijkse uptime van de service en de vergoeding (bron: zie http://www.microsoft.com/en-
us/download/details.aspx?id=18128). 
33. Zijn alle cloud-toepassingen, die eigendom zijn van de onderwijsinstelling, zo gemaakt dat deze 
toegankelijk zijn met elk type mobiel apparaat? 
Enkel Scholengemeenschap “SAMEN voor BETER!” verklaart dat hun SharePoint website toegankelijk 
is met elk type apparaat, maar dat er kleine tekortkomingen zijn. De oorzaak van deze 
tekortkomingen ligt in het feit dat dit hosting pakket niet 100% te configureren valt. 
Scholengemeenschap BruNo haalt aan dat Dropbox toegankelijk is met elk type apparaat. Echter is 
Dropbox geen cloud oplossing waar de scholengemeenschap eigenaar van is. Dus dit antwoord moet 
genegeerd worden. 
Sint-Godelieve-Instituut antwoordt deze vraag vrij kort door de bocht, namelijk dat er geen eigen 
Flash materiaal wordt aangemaakt. Er moet natuurlijk naar meer gekeken worden dan Flash alleen 




Vrije Basisschool De Ark geeft aan dat hun cloud toepassingen met elk type apparaat toegankelijk 
zijn, maar geeft verder geen specificaties.  
In elk van de andere onderwijsinstellingen/scholengemeenschappen werd nog niet naar de 
compatibiliteit gekeken en kan bijgevolg ook niet verklaard worden of deze toepassingen 
toegankelijk zijn met elk type apparaat. 
Uiteindelijk kan geconcludeerd worden dat maar twee van de negen respondenten een positief 
antwoord geven op deze vraag.  
Theoretische toelichting: Wanneer de onderwijsinstelling zelf cloud toepassingen zal 
ontwikkelen, is het noodzakelijk te controleren of deze toegankelijk zijn met elk type apparaat. 
Ook al gaat de onderwijsinstelling geen BYOT beleid voeren, wanneer deze cloud toepassingen 
toegankelijk zullen zijn buiten de onderwijsinstelling, zullen deze ook bekeken worden met 
verschillende types apparaten (Seong, 2006). 
 
Deel 5: wat is de invloed van BYOT op de gegevens? 
In dit hoofdstuk wordt getracht een antwoord te geven op deelvraag 16: “wat is de invloed van BYOT 
op de gegevens?”. Dit wordt mogelijk door de antwoorden te analyseren die gegeven werden bij de 
vragen die gesteld werden bij het onderdeel “Data” van het gecreëerde inpassingsmodel. 
 
Figuur 22: BYOT inpassingsmodel – onderdeel Data 
Het Sint-Godelieve-Instituut werd genegeerd bij dit onderdeel, wegens geen antwoord. In hoofdstuk 
9 worden de redenen beschreven waarom deze onderwijsinstelling niet wenste deel te nemen aan 
dit onderdeel van de vragenlijst. 
34. Wordt er bij cloud toepassingen rekening gehouden met de Europese richtlijn betreffende de 
opslag van data bij publieke instanties (gegevens mogen niet buiten Europa opgeslagen worden)? 
Welke maatregelen worden hiervoor genomen? 
In het basisonderwijs verklaren twee respondenten hier rekening mee te houden 




“SAMEN voor BETER!” laat zijn intranet hosten door een Belgische provider, waarvan het datacenter 
zich bevindt te Gent (België).  
Scholengemeenschap BruNo en Scholengemeenschap Vrije Katholieke Basisscholen Sint-Pieters-
Leeuw geven aan hier tot op heden geen rekening mee te houden. 
De KHLim gebruikt volgens de respondent geen cloud toepassingen. Toch wordt eerder in de 
antwoorden Toledo weergegeven als portaal waar schooleigen apps kunnen gedownload worden. 
Toledo is een cloud-toepassing die samen met 13 andere onderwijsinstellingen (die deel uitmaken 
van de associatie KU Leuven) aan 130.000 studenten e-learning mogelijkheden biedt. Gezien deze 
cloud omgeving uitgaat van de KU Leuven, die zelf de hosting voorziet, wordt op dit vlak ook voldaan 
aan de Europese richtlijn betreffende de opslag van data.  
In de overige onderwijsinstellingen/scholengemeenschappen wordt aangegeven dat cloud 
computing (nog) niet wordt gebruikt voor de opslag van data. 
Toevoeging van de auteur: Deze vraag lijkt door verschillende respondenten verkeerd te zijn 
opgevat. Onder data wordt niet enkel bestanden (zoals Office bestanden, afbeeldingen, etc.) 
verstaan, maar ook e-mailcommunicatie, discussiefora, websites, etc. Ook hierbij zal “data” 
opgeslagen worden op servers. Deze data valt bijgevolg ook onder de Europese richtlijn 
betreffende de opslag van data. Uit de eerste empirische fase is gebleken dat bijna elke 
onderwijsinstelling (>90%) over een schoolwebsite beschikt. Ook veracht de auteur dat elke 
onderwijsinstelling/scholengemeenschap wel gebruik zal maken van e-mail. Het is bijgevolg 
ook belangrijk rekening te houden met dit aspect, zeker wanner het gebruik van web 
toepassingen zal stijgen (wat bij BYOT zeker het geval zal zijn). 
35. Wordt er gebruik gemaakt van een oplossing om gevoelige gegevens op zo’n wijze op te slaan 
dat deze beheerd kunnen worden door de IT-staf (bijvoorbeeld met behulp van “vault software”)? 
Indien ja, op welke wijze gebeurt dit? Indien nee, heeft u reeds zo’n oplossing overwogen? 
Op deze vraag werd een unaniem antwoord gegeven, namelijk dat geen enkele 
onderwijsinstelling/scholengemeenschap beschikt over een softwaretoepassing om gevoelige 
gegevens te laten beheren door de IT-staf. 
Mening van de auteur: Dit kan als gevolg hebben dat gevoelige gegevens in handen kan 
kunnen van de verkeerde personen (bvb. bij diefstal). Eventueel zou dit nog kunnen 
opgevangen worden door een Mobile Device Management Oplossing, die ervoor kan zorgen 
dat een apparaat van op afstand gewist of gelocked kan worden. Maar zoals aangetoond in 
vraag 22, is dit op dit moment in geen enkele onderwijsinstelling/scholengemeenschap 
aanwezig.  
In ieder geval zullen, eens een apparaat verdwijnt, (een deel van) de gegevens voor de 
gebruiker verloren zijn. Dit toont evenzeer het belang van back-ups aan. Een back-up kan nog 
eventueel een gedeelte van deze verloren bestanden weerhalen. 
36. Is een back-upstrategie afgesproken, waarin onder andere staat van welke gegevens een back-
up moet gemaakt worden en worden hiervan op regelmatige tijdstippen back ups genomen? 




Vijf van de acht onderwijsinstellingen/scholengemeenschappen geven aan een back-upstrategie te 
hebben. In het basisonderwijs gebeurt dit vrij ad hoc. Scholengemeenschap BruNo geeft aan dit nog 
niet in alle scholen te doen en enkel back ups te nemen van de computers van het ondersteunend 
personeel. Vrije Basisschool De Parel geeft aan regelmatig back ups te nemen van de dataserver en 
webserver. Dit gebeurt echter niet geautomatiseerd. Enkel bij Basisschool X wordt dagelijks een 
backup genomen van de administratieve gegevens (door de hosting firma) en wekelijks van Albert 
data van het ondersteunend personeel. De overige drie respondenten uit het basisonderwijs geven 
aan geen extra hebben. 
Bij Middelbare Scholengemeenschap Y worden dagelijks automatisch back ups genomen van alle 
data. Ook in de KHLim is een back-upstrategie, maar deze is centraal beheerd. 
Mening van de auteur: In de toekomst gaat meer en meer gebruik worden gemaakt van Cloud 
toepassingen. Naast het feit dat de gegevens dan overal toegankelijk zijn, heeft dit ook als 
voordeel dat (door de meeste hosting firma’s) automatisch en op regelmatige tijdstippen back 
ups zullen worden genomen. In de toekomst zal dit voor de onderwijsinstelling zelf dus minder 
belangrijk worden. Voor die onderwijsinstellingen die ervoor kiezen om bepaalde gegevens nog 
altijd lokaal te bewaren of zelf te beheren (bijvoorbeeld in een private Cloud), blijft het maken 
van back ups belangrijk. 
 
Deel 6: wat is de invloed van BYOT op het beheer of de ondersteuning, 
m.a.w welke ITIL processen moeten zeker aanwezig zijn binnen de 
onderwijsinstelling? 
In dit hoofdstuk wordt getracht een antwoord te geven op deelvraag 17: “wat is de invloed van BYOT 
op het beheer of de ondersteuning, m.a.w welke ITIL processen moeten zeker aanwezig zijn binnen 
de onderwijsinstelling?”. Dit wordt mogelijk door de antwoorden te analyseren die gegeven werden 
bij de vragen die gesteld werden bij het onderdeel “Beheer” van het gecreëerde inpassingsmodel. 
 




Het Sint-Godelieve-Instituut werd genegeerd bij dit onderdeel, wegens geen antwoord. In hoofdstuk 
9 worden de redenen beschreven waarom deze onderwijsinstelling niet wenste deel te nemen aan 
dit onderdeel van de vragenlijst.  
37. Is er een servicedesk of helpdesk aanwezig binnen de onderwijsinstelling waar men terecht kan 
voor ondersteuning? Wie zit in deze servicedesk (aantal + functie) en hoe is deze toegankelijk 
(telefonisch, mail, bureau, online)? 
Elk van de deelnemende onderwijsinstellingen/scholengemeenschappen geven aan dat er een 
servicedesk aanwezig is.  
In Scholengemeenschap Vrije Katholieke Basisscholen Sint-Pieters-Leeuw en Vrije Basisschool De Ark 
is deze servicedesk enkel via mail toegankelijk. In Basisschool X en Scholengemeenschap “SAMEN 
voor BETER!“ zal men bij problemen in eerste lijn de directie aanspreken, alwaar deze eventueel een 
aanvraag binnen dient bij de ICT-coördinator (zowel telefonisch of via mail). In alle andere scholen is 
de servicedesk zowel toegankelijk via mail, telefoon, als rechtstreeks (persoonlijk contact bij 
aanwezigheid of op het bureau). De KHLim beschikt zowel op de campus als centraal over een 
servicedesk. 
Zoals uit vraag 2 blijkt, beschikken de meeste onderwijsinstellingen/scholengemeenschappen maar 
over 1 (voltijdse of deeltijdse) ICT-coördinator. In Middelbare Scholengemeenschap Y werd het 
meeste aantal uren voorzien voor de IT-staf, namelijk 1,8 FTE. Het zijn dan ook deze leden van de IT-
staf die invulling geven aan de servicedesk. 
38. Waarvoor kunnen personeel en leerlingen/studenten terecht bij deze helpdesk? 
Bij het overgrote deel van de onderwijsinstellingen/scholengemeenschappen biedt de helpdesk 
ondersteuning bij problemen met de interne infrastructuur, de hardware en de software. 
Scholengemeenschap BruNo geeft tevens aan da voor bepaalde cloud-toepassingen gebruik wordt 
gemaakt van externe servicedesks.  
Bij de scholen waar BYOT nog niet wordt toegestaan, zal het normaal zijn dat enkel schooleigen 
apparaten zullen ondersteund worden. Opmerkelijk is wel dat BYOT reeds is toegestaan in 
Basisschool X, maar dat toch ook nog enkel ondersteuning geboden aan apparatuur waarvan de 
school eigenaar is. Ook Middelbare Scholengemeenschap Y geeft aan enkel ondersteuning te bieden 
aan apparaten die eigendom zijn van de school. Maar dit is begrijpelijk aangezien BYOT nog niet 
toegelaten is binnen deze school. De KHLim ondersteunt ook schooleigen (cloud-)toepassingen die 
op persoonlijke apparaten draaien en softwarematige problemen op deze apparaten. 
39. Is er binnen deze helpdesk een procedure in plaats die beschrijft hoe te handelen bij incidenten 
en is er nagedacht over hoe te handelen bij de meeste “basis”-incidenten, zodat deze snel kunnen 
worden opgelost (bijvoorbeeld door het opstellen van incidentmodellen)? 
In het basisonderwijs blijkt maar één scholengemeenschap een procedure te hebben hoe te 
handelen bij incidenten. Deze procedure beschrijft de wijze waarop gehandeld moet worden bij 
incidenten. In eerste instantie probeert men het incident telefonisch op te lossen. Wanneer dit 




scholengemeenschap (Scholengemeenschap “SAMEN voor BETER!”) aan de basis-incidenten te 
documenteren (in Word). 
In de Middelbare Scholengemeenschap Y werkt men met zogenaamde “call-software”. Hier kan elke 
“call” gelogd worden en kunnen de basis-incidenten automatisch worden bijgehouden. Ook de 
KHLim geeft aan een procedure in plaats te hebben. Gezien deze hogeschool zowel een centrale als 
departementale servicedesk heeft, wordt verwacht dat ook hier gebruik zal gemaakt worden van de 
zogenaamde “call-software”, ook al werd dit niet expliciet vermeld in het gegeven antwoord.  
Theoretische toelichting: Wanneer BYOT toegelaten wordt binnen de school, zullen meer 
apparaten, meer besturingssystemen, meer toepassingen gebruikt worden. Dit heeft als gevolg 
dat zich ook meerdere problemen kunnen voordoen. De eerder besproken “call-software” is een 
ideaal hulpmiddel om een overzicht te kunnen bewaren van alle incidenten die zich hebben 
voorgedaan, inclusief de oplossingen. In eerste instantie zal dit evenwel de werklast van de IT-
staf verhogen. Want elk incident zal volledig van 0 moeten verwerkt worden. Maar eens de 
meeste types incidenten verwerkt zijn, zal dit een goed hulpmiddel zijn voor deze IT-staf en 
zullen de incidenten sneller opgelost kunnen worden (OGC, 2007e, p. 46-48). 
40. Wanneer zich meerdere, gelijklopende incidenten voordoen, wordt er dan door de leden van 
de helpdesk gezocht naar onderliggende oorzaken van deze incidenten (problemen)? Indien zo, is 
hiervoor dan een standaard procedure opgesteld? 
In het basisonderwijs is er maar één scholengemeenschap (Scholengemeenschap “SAMEN voor 
BETER!”) die bij gelijklopende incidenten gaat zoeken naar onderliggende problemen. Echter is 
hiervoor geen standaardprocedure opgesteld. De overige scholen in het basisonderwijs doen dit 
helemaal niet. In het middelbare en hoger onderwijs wordt ook gezocht naar onderliggende 
oorzaken van incidenten. Er wordt echter niet vermeld of een standaardprocedure gevolgd wordt.  
Theoretische toelichting: Wanneer meer apparaten gebruikt zullen worden, zullen gelijklopende 
incidenten sneller herkend kunnen worden. In veel gevallen kan het zoeken naar onderliggende 
problemen dan een tijdsbesparing opleveren. Want eens de onderliggende oorzaak werd 
gevonden, zullen automatisch de daaraan gekoppelde incidenten verdwijnen (OGC, 2007e, pp. 
58-59). 
41. - Worden “workarounds” en oplossingen voor problemen bijgehouden (in bijvoorbeeld een 
databank), zodat deze achteraf nog kunnen gebruikt worden (en niet telkens het wiel opnieuw 
moet uitgevonden worden)? Indien ja, heeft u hiervoor een bepaalde softwareoplossing? 
In het basisonderwijs geven twee van de zes respondenten aan workarounds en oplossingen voor 
problemen bij te houden (Scholengemeenschap BruNo en Scholengemeenschap “SAMEN voor 
BETER!”). Dit gebeurt op handmatige wijze (via e-mail en Word). In de Middelbare 
Scholengemeenschap Y en de KHLim (centraal) gebeurt dit met behulp van daartoe bestemde 
software. 
Theoretische toelichting: Doordat zich meerdere problemen kunnen voordoen (zie vraag 39), 
wordt het. uitermate belangrijk om de reeds gevonden oplossingen en workarounds op zo’n 




Afhankelijk van de grootte van de onderwijsinstelling kan eventueel nog worden geopteerd om 
dit handmatig te doen. Maar in ieder geval zullen workarounds en oplossingen voor problemen 
moeten bijgehouden worden (OGC, 2007e, pp. 58-59). 
 
Opmerkingen van de respondenten 
Aan het einde van de vragenlijst werd aan de respondenten gevraagd of ze nog opmerkingen hadden 
betreffende dit onderwerp of er nog zaken waren ontbraken in het voorgestelde inpassingsmodel / 
stappenplan?  
Zeven van de negen respondenten hadden geen opmerkingen. 
ICT-coördinator Y (Middelbare Scholengemeenschap Y Aalten) verklaarde: "Ik ben blij dat ik de lijst 
ingevuld heb, hier kan ik zelf ook mee verder!" 
De ICT-coördinator van het Sint-Godelieve-instituut lijkt nog niet overtuigd. Hieronder volgen zijn 
bemerkingen, zoals ze zijn doorgegeven. Daarna volgt een analyse van deze bemerkingen. 
Je gaat er van uit dat het BYOT-verhaal de ideale oplossing is. Ik denk het niet. 
Bepaalde OS'en die meestal op PC's en laptops (gekocht in detailhandel, vb Makro, Aldi, 
Mediamarkt,...) voorgeïnstalleerd staan zijn niet bruikbaar in een professionele netwerkomgeving. 
Wij, als school of ICT-er hebben niet het recht om aan andermans toestellen aanpassingen aan te 
brengen. Stel dat het fout gaat? Wie is er dan verantwoordelijk? 
Elk toestel, operating systeem is zo verscheiden dat je daarrond moeilijk een beleid kunt voeren. Elke 
eigenaar is verantwoordelijk voor zijn eigen toestel. Elkeen gebruikt zijn toestel zoals hij zelf wil. Wij 
kunnen niet instaan voor support. Wij moeten ook niet elk toestel op onze infrastructuur toelaten. 
BYOT wordt niet gedekt door de schoolverzekering. 
Enkele jaren terug promootte de Vlaamse Overheid het gebruik van openbron-software, gekoppeld aan 
internationale standaarden, voor scholen. Wij vinden dat nog steeds een goede benadering van ICT 
voor het onderwijs. 
In een wildgroei van OS'en en andere software, zonder standaardisatie, is een beveiliging niet te 
organiseren, wat softwareleveranciers ook mogen beweren. Zo merken we dat software van uitgeverijen 
absoluut niet universeel is, niet geschikt voor netwerktoepassingen en heel strikt beperkt wordt tot 
bepaalde merken en versies. Uitgeverijen zouden beter hun software zo ontwikkelen dat die bruikbaar 
is op alle platformen voor alle versies. 
En dan onze eindgebrukers: de kennis van de meesten beperkt zich tot heel oppervlakkig gebruik. Zij 
hebben helemaal geen noties van malware, virussen e.d., laat staan dat ze de impact ervan kunnen 
inschatten. 
Wil men naar een goed werkbaar systeem voor meerdere eindgebruikers in de school evolueren dan is 
er mijns inziens maar één oplossing: de school voorziet de toestellen, de software en in het onderhoud. 
Mits overleg kunnen bepaalde toestellen voorzien worden van specifieke applicaties. 
Moet het onderwijs meelopen met elke hype? Zouden we ons niet beter de vraag stellen of bepaalde 
toestanden een meerwaarde bieden. Wie vult het financiële plaatje in? 
Een school is geen speeltuin op gebied van nieuwe technologieën. Wij moeten zo efficiënt mogelijk 




lenen tot het promoten van bepaalde hard- of software. Wij hebben vooral de taak om onze leerlingen 
kritisch te leren omgaan met die dingen. 
Daarnaast verwijst deze ICT-coördinator nog naar een artikel dat op 26 juni 2013 verscheen in het 
Belgisch weekblad Knack. Hierin werd een interview gehouden met de Duitse professor Manfred 
Spitser (psycholoog en hersenspecialist), die verklaart dat het gebruik van mobiele apparaten bij 
jongere kinderen als slecht voor de hersenen wordt beschouwd. 
bron: Stevens, J. (26 juni 2013). Computers op school zijn misdadig. Knack: 6-10. 
Mening versus onderzoek + mogelijke aanbevelingen: 
Inhoudelijk legt deze beheerder de nadruk op standaardisatie en vindt hij dat de school voor het 
materiaal moet zorgen en niet alles wat de school binnenkomt maar moet gaan ondersteunen.  
Standaardisatie (het gebruik van open source software) is een aandachtspunt dat in 2 van de 9 
onderwijsinstellingen/scholengemeenschappen wordt aangeven (zie ook vraag 27). Dit hoeft echter 
geen probleem te zijn voor BYOT. Van vele opensource software zijn verschillende versies voor 
verschillende besturingssystemen aanwezig. Op dit moment is het echter wel nog zo dat bepaalde 
software van uitgeverijen (bijvoorbeeld bordboeken) enkel werken met het Microsoft 
besturingssysteem. Maar verwacht wordt dat enerzijds leerkrachten steeds een schoolcomputer ter 
beschikking zullen hebben om hun digitaal bord te kunnen aansturen (en dus deze bordboeken te 
gebruiken) en anderzijds dat zullen deze softwareleveranciers ook stilaan overschakelen naar Cloud 
toepassingen. 
Het standpunt dat de school voor eigen materiaal moet zorgen, dat dan ook beheerd wordt door de 
instelling, wordt ook aangehaald door Scholengemeenschap Vrije Katholieke Basisscholen Sint-
Pieters-Leeuw (zie vraag 4). Eventueel vervolgonderzoek kan alle voordelen en nadelen van beide 
standpunten naast elkaar plaatsen, om zo tot een conclusie welk standpunt het meest geschikt zal 
zijn voor een onderwijsinstelling in Vlaanderen en Nederland.  
De ICT coördinator geeft ook aan dat de gebruikers weinig kennis hebben van virussen, malware, etc. 
en de impact ervan kunnen inschatten. Dit wordt ook bevestigd in de literatuur (Markelj & Bernik, 
2012). Vandaar de noodzaak om het personeel hierover in te lichten via bijscholingen. 
Op het vlak van het financiële plaatje wordt verder onderzoek aangewezen. Wanneer een 
onderwijsinstelling overschakelt naar BYOT, zal ze kunnen besparen op ICT materiaal, maar zal meer 
kosten moeten maken op het vlak van beheer, infrastructuur en eventueel software. 
De laatste opmerking betreft het, door de kinderen, kritisch leren omgaan met de mobiele apparaten 
en het artikel waarin verklaard wordt dat mobiele toestellen bij kinderen slecht zouden zijn voor de 
hersenen. Uit het literatuuronderzoek is uit verschillende onderzoeken (Ferrer, Belvis et al., 2011; 
Lim, 2011) is gebleken dat, door gebruik te maken van mobiele apparaten binnen en buiten de 
onderwijsomgeving, positieve resultaten geboekt werden bij leerlingen/studenten. Gezien deze, 




Bijlage 8: Deontologische  ICT-code van het VSKO 
 
1. Belangrijk 
Deze deontologische ict-code vormt onlosmakelijk een geheel met de bepalingen met betrekking tot 
ict-middelen in het arbeidsreglement. 
2. Gedragslijn voor besturen en directeur/beheerder 
Het school(centrum)(internaats)bestuur en de directeur/beheerder schikken zich in hun 
elektronische communicatie met het Ministerie Onderwijs en Vorming naar de gebruiksvoorwaarden 
zoals vastgelegd in de omzendbrief PERS/2011/2 “Gebruiksvoorwaarden van de elektronische 
communicatie tussen inrichtende machten en het departement Onderwijs en Vorming – vervanging 
basisovereenkomst voor elektronische gegevensoverdracht”, van 11 april 2011. 
3. Gedragslijn voor de personeelsleden 
3.1. Voorbeeldfunctie 
Het personeelslid is zich bewust van zijn voorbeeldfunctie ten aanzien van leerlingen en belichaamt 
zelf permanent de attitudes die de school inzake het gebruik van ict-middelen van leerlingen 
verwacht. 
3.2. Algemeen 
3.2.1. Het personeelslid verschaft zich geen toegang tot informaticasystemen binnen of buiten de 
school waartoe het niet geautoriseerd is, zelfs niet indien deze toegang onbelemmerd is of 
de toegangsbeveiliging op eenvoudige wijze te omzeilen is. 
3.2.2. Het personeelslid zal zich geen toegang verschaffen tot bestanden of e-mails van leerlingen 
of deze raadplegen, zonder de voorafgaande toestemming van de betrokken leerlingen. 
3.3. Het gebruik van professionele ict-middelen 
Onder professionele ict-middelen worden alle ict-middelen verstaan die door het schoolbestuur ter 
beschikking gesteld worden. 
Onder bevoegde persoon wordt verstaan de ict-coördinator of een andere door het schoolbestuur of 
de directeur aangeduide persoon. 
3.3.1. Het personeelslid streeft er naar de professionele ict-middelen zorgvuldig en correct te 
gebruiken en ze aan te wenden op de wijze waarvoor ze bestemd zijn. Het personeelslid 
waakt er over apparatuur niet bloot te stellen aan beschadiging of diefstal, in het bijzonder 
bij gebruik op verplaatsing. 
3.3.2. Het personeelslid vermijdt de professionele ict-middelen onnodig te belasten, bijvoorbeeld 
inzake opslagcapaciteit, verwerkingscapaciteit of netwerkverkeer, en vermijdt excessief 
papierverbruik. Het personeelslid waakt erover overbodig geworden bestanden geregeld te 




3.3.3. Het personeelslid respecteert de aanwezige voorzieningen, bijvoorbeeld inzake 
energieverbruik, ergonomie en toegangsbeveiliging van de werkpost, inzake de beveiliging 
van het systeem, het netwerk en de bestanden, inzake de bescherming tegen 
gegevensverlies, malafide software, ongewenste mail, enz. Het personeelslid zal deze 
voorzieningen niet hinderen of omzeilen, en zal ze niet uitschakelen zonder voorafgaande 
toestemming van de bevoegde persoon of de directeur. 
3.3.4. Het personeelslid meldt elke disfunctie van de professionele ict-middelen en elk redelijk 
vermoeden van verdachte activiteiten op de computer of het netwerk onmiddellijk aan de 
bevoegde persoon. 
3.3.5. Uitsluitend de bevoegde persoon is bevoegd om software te installeren of te desinstalleren 
op de computers van de school, om andere apparatuur dan deze van de school op een 
computer of op het netwerk aan te sluiten, of om apparatuur te ontkoppelen. Deze 
bevoegde persoon mag software of apparatuur verwijderen die zonder toestemming 
geïnstalleerd of aangesloten is. 
3.3.6. In afwijking van punt 3.3.5 mag het personeelslid externe gegevensdragers (bijvoorbeeld 
externe harde schijven, USB-sticks) op de computers aansluiten. Het personeelslid waakt 
erover deze externe gegevensdragers vrij te houden van malafide software en tegen misbruik 
of vervreemding te beschermen. 
3.3.7. In afwijking van punt 3.3.5 mogen leraren, en de leerlingen die onder hun toezicht staan, 
werkzaamheden verrichten die voor de realisatie van leerplannen ict of informatica nodig 
geacht worden. Ze waken erover hierdoor de operationaliteit van het netwerk niet te 
schaden en de apparatuur en de software steeds in gebruiksklare toestand achter te laten. 
3.3.8. Het personeelslid kan aan de bevoegde persoon voorstellen bepaalde software te installeren 
of bepaalde apparaten aan te sluiten, bijvoorbeeld omdat de aanwezigheid ervan wenselijk 
of noodzakelijk is voor de realisatie van een leerplan. Indien deze bevoegde persoon met 
voormeld voorstel niet instemt, kan het personeelslid zijn vraag voorleggen aan de directeur, 
die beslist. 
3.3.9. Het personeelslid verwijdert documenten of bestanden uitsluitend met de toestemming van 
alle personen die aan de redactie van deze documenten of bestanden bijgedragen hebben. 
3.4. Het gebruik van netwerken op school 
3.4.1. Het personeelslid ontvangt een individuele gebruikersnaam (inlogcode) waarmee het 
toegang krijgt tot het schoolnetwerk, het intranet en/of de elektronische leeromgeving (elo), 
zowel op school als thuis. De toegangsrechten kunnen verschillen van personeelslid tot 
personeelslid. 
3.4.2. Het personeelslid waakt erover zijn wachtwoord (password) strikt geheim te houden, deelt 
het aan niemand mee en laat het niet rondslingeren op plekken waar anderen er kennis van 
kunnen nemen. Het personeelslid wijzigt zijn wachtwoord als het vermoeden bestaat dat een 





3.4.3. Het personeelslid geeft derden geen toegang tot het schoolnetwerk, het intranet of de 
elektronische leeromgeving via zijn gebruikersnaam en wachtwoord, zelfs niet voor korte 
duur. Indien het personeelslid ingelogd is, verlaat het zijn werkpost niet zonder uit te loggen 
of de toegang tot de werkpost af te sluiten. Handelingen die op het schoolnetwerk, het 
intranet of de elektronische leeromgeving gesteld worden, worden in principe vermoed 
verricht te zijn door het personeelslid wiens gebruikersnaam en wachtwoord daartoe 
gebruikt zijn. 
3.5. Het gebruik van e-mail 
3.5.1. Het personeelslid ontvangt van de school een individueel e-mailadres voor professioneel 
gebruik. Dit e-mailadres en het bijbehorend wachtwoord zijn aan dezelfde gedragslijn 
onderworpen als de gebruikersnaam en het wachtwoord voor de toegang tot het 
schoolnetwerk (zie punt 3.4). 
3.5.2. Door de aanvaarding van dit e-mailadres aanvaardt het personeelslid e-mail als één van de 
mogelijke communicatievormen tussen hem, het leidinggevend personeel en het 
schoolbestuur. 
3.5.3. Het personeelslid gebruikt zijn professioneel e-mailadres hoofdzakelijk voor professionele 
doeleinden. Indien het professioneel e-mailadres ook voor persoonlijke doeleinden gebruikt 
wordt, gebeurt dit met mate. In dat geval waakt het personeelslid er over dat er geen 
verwarring kan ontstaan tussen de initiatieven van de school en zijn persoonlijke initiatieven. 
In geen geval wordt het professioneel e-mailadres gebruikt voor persoonlijke commerciële 
doeleinden. 
3.5.4. Het personeelslid controleert geregeld de inhoud van zijn mailbox en volgt zijn e-mail binnen 
een redelijke termijn op. Het personeelslid waakt erover zijn mailbox geregeld op te ruimen 
of zijn mails te archiveren, en vermijdt dat zijn mailbox door een overdaad aan mails 
ontoegankelijk wordt. 
3.5.5. Het personeelslid is steeds alert voor inkomende mail van verdachte, aanstootgevende of 
frauduleuze aard. Het personeelslid opent geen mails of aangehechte documenten van 
kennelijk verdachte herkomst of aard. Het personeelslid verwijdert alle ongewenste mails 
definitief. Het personeelslid lanceert zelf geen kettingbrieven, ongewenste reclame (spam) of 
andere ongewenste berichten, en waakt erover dergelijke berichten niet te beantwoorden of 
door te sturen. 
3.5.6. Het personeelslid meldt pogingen tot fraude of tot het achterhalen van informatie die niet 
publiek is, aan de bevoegde persoon of aan de directeur. 
3.5.7. Het personeelslid neemt in zijn elektronische communicatie nooit de identiteit van een 
andere persoon aan. 




3.5.9. Telkens de samenwerking of de informatieverstrekking dit vereist, brengt het personeelslid 
de directeur en/of andere personeelsleden op de hoogte van de inhoud van e-mails met een 
professioneel karakter, of verleent hen inzage op hun verzoek. 
3.5.10. E-mails met een privékarakter kunnen enkel met uitdrukkelijke toestemming van het 
personeelslid en andere betrokkenen door directeur en/of andere personeelsleden ingezien 
worden. 
3.6. Het gebruik van het internet 
3.6.1. Het personeelslid gebruikt de internetaansluiting van de school hoofdzakelijk voor 
professionele doeleinden. 
3.6.2. Indien de internetaansluiting van de school ook voor persoonlijke doeleinden gebruikt wordt, 
gebeurt dit met mate, zonder de transmissiesnelheid of het downloadvolume buitensporig te 
belasten en zonder de wettelijke bepalingen en de bepalingen van punt 3.2 te schenden. 
Downloadvolumes voor persoonlijke doeleinden kunnen beperkt worden. 
3.6.3. Het personeelslid plaatst geen webpagina’s voor persoonlijk gebruik of voor commerciële 
doeleinden op servers die eigendom zijn van of die gebruikt, gehuurd of geleased worden 
door de school. 
3.6.4. De bevoegde persoon kan in opdracht van de directeur de toegang tot sommige websites 
voor leerlingen en/of personeelsleden onmogelijk maken. 
3.6.5. Indien het personeelslid voor professionele doeleinden geheime toegangscodes ontvangt 
voor websites van derden, dan zijn deze code en het bijbehorend wachtwoord aan dezelfde 
gedragslijn onderworpen als de gebruikersnaam en het wachtwoord voor de toegang tot het 
schoolnetwerk (zie punt 3.4). 
 
 
 
 
 
