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1  JOHDANTO  
Tämän opinnäytetyön tavoitteena on vertailla markkinoilla olevien kahden suurimman toimi-
jan, Microsoftin ja Googlen pilvipalvelutuotteita ja niiden tuomia mahdollisuuksia eritoten 
pienten ja keskisuurten yritysten näkökulmasta. Tarkoitus on myös luoda näkökulmaa myös 
näiden tuotteiden välisille eroille, sekä tietenkin yleisille hyödyille ja haitoille. Tämän työn 
tarkoitus on juurikin tutkia näitä kahta tuotetta ja varsinkin sitä miten yritykset voisivat mah-
dollisimman hyvin hyötyä niistä ja niiden ominaisuuksista. Työn laajuutta ajatellen tarkoitus 
on rajata alue muutamaan isoimpaan valmistajan tuotteeseen, ettei työn laajuus kasva liian 
suureksi ja sekä tulosten esittäminen muutu epäselväksi. Työssäni on tarkoitus käyttää hyö-
dyksi aiempaa teoria- ja käytännön osaamistani eri pilvipalveluntuottajien tuotepaketeista. 
Tämän lisäksi hyödynnän eri internet-lähteitä ja hyödynnän niistä saatavaa tietoa työn teoria- 
ja myöhemmin käytännön osuudessa. Lähteiden hankkiminen tähän työhön on haastavaa, 
koska pilvipalveluista on kohtuullisen vähän kirjallista tietoa. Haastavaksi tiedon hankinnan 
tekee myös se, että nettilähteiden kanssa joutuu käyttämään suurta lähdekriittisyyttä niiden 
sisältämien tietojen todenmukaisuuden selvittämisessä. Näiden eri lähteiden avulla on tarkoi-
tus luoda kattava ja selvä tietopohja lukijalle, joka auttaa lukijaa ymmärtämään eri pilvipalve-
luita, niistä löytyvää tietoa sekä analyyttisesti miettimään miten tätä voitaisiin hyödyntää aja-
tellen pieniä ja keskisuuria yrityksiä.  
Teoriaosuudessa on tarkoitus lähteä ensin tarkastelemaan pilvipalveluita yleiskatsauksellisesti. 
Katsausta luodaan niiden historiaan ja yleisiin ominaisuuksiin sekä käyttömahdollisuuksiin. 
Nykyajan IT-yhteiskunnan ongelmien vuoksi tärkeässä osassa on myös pilvipalveluiden tie-
toturva, joka on myös yksi tärkeä tämän työn osa-alue. Vaikka yritykset eivät käsittelisikään 
mitään kaikista arkaluonteisempia tietojaan pilvipalveluissa, on silti tärkeää pitää huoli, että 
tietoturva omalta osaltaan on kunnossa. Tietoturvaan vaikuttaa yrityksen puolella yleiset käy-
tännöt ja näistä tulisi asianmukaisesti tiedottaa ja kouluttaa henkilöstöä, jotta voitaisiin mini-
moida esimerkiksi huolimattomuudesta ja tietämättömyydestä johtuvat tietoturvaan kohdis-
tuvat uhkatilanteet. 
Tämän jälkeen on tarkoitus ruveta ruotimaan pilvipalveluita tarkemmin ja yksityiskohtai-
semmin. Tähän työhön olen valinnut tutkimuksen kohteiksi markkinoiden suurimmat, Mic-
rosoftin Office 365-alusta sekä Googlen Apps-alusta. Työssä on tarkoitus tutkailla mitä eri 
toiminallisuuksia ja ominaisuuksia nämä palvelut pitävät sisällään, hinnoittelu on myös tärke-
  
ässä osassa, varsinkin ajatellen pienten ja keskisuurten yritysten näkökulmista. Palveluntarjo-
ajat nykymarkkinoilla tarjoavat myös eri kohderyhmille tarkoitettuja erikokoisia tuotepakette-
ja ja työssä on myös tarkoitus tutkia näiden välisiä eroja ja tutkailla mitkä vaihtoehdot olisivat 
parhaiten soveltuvia tämän työn rajaamille yritystyypeille. Tämän jälkeen on tarkoitus tehdä 
myös pientä vertailua eri valmistajien tuotteiden välillä, mutta kuitenkin säilyttää puolueet-
tomuus. 
Tuotteiden tarkemman esittelyn jälkeen on tarkoitus tarkemmin ja yksityiskohtaisemmin tar-
kastella yleisesti ja tapauskohtaisesti pilvipalveluiden tietoturvaa. Työssä on myös tässä osios-
sa tarkoitus kartoittaa yleisellä tasolla pilvipalveluiden eri tietoturvatekniikoita ja tapoja millä 
suojata palveluissa säilytettävää ja käsiteltävää tietoa. Tätä ennen on kuitenkin tärkeää lukijaa 
ajatellen pohjustaa yleisiä tietoturvan käsitteitä, jotka ovat oleellisia tässä työssä käsiteltäville 
asioille. 
Työn teoriaosuuden jälkeen työn käytännön osuudessa on tarkoitus pystyttää kummallekin 
työssä tarkastelussa olevalle pilvipalvelutuotteelle pystyttää virtuaalinen testiympäristö käyt-
tämällä VMwaren virtualisointityökaluja. Tuotteesta riippuen kummankin tuotteen tapauk-
sessa oleellisessa osassa tulee olemaan Windows-palvelinpohjainen Domain Controller-kone, 
johon liitetään monia asiakaskoneita simuloimaan pienen yrityksen työntekijöiden työkonei-
ta. Kun virtuaalinen ympäristö on pystytetty, asennetaan ja otetaan käyttöön kumpikin pilvi-
palvelutuote. Oleellista työlle on ottaa selvää kuinka nämä palvelut asennetaan ja otetaan 
käyttöön, kuinka yksinkertainen tämä työvaihe on, mitä ongelmia ja pulmatilanteita tässä vai-
heessa on mahdollista tulla eteen. Huomion kohteeksi tässä työn vaiheessa tulee myös joka-
päiväiset, normaalit ylläpitotoimet ja toiminnot joita palvelun ylläpitäjät tarvitsevat työssään. 
Palvelujen skaalautuvuus sekä yleinen laajennettavuus siinä tilanteessa, jos yritys laajentaa 
toimintaansa, ja tarvitsee suurempaa toiminnallisuutta pilvipalvelultansa, on myös tärkeässä 
osassa tämän työn käytännön osiossa. 
Tämän työn käytännön osuus kokonaisuudessaan on tarkoitus toteuttaa Kajaanin Ammatti-
korkeakoulun DClabra-virtuaali-infrastruktuuriin, johon työn tarvitsemat virtuaalipalvelimet 
ja virtuaaliset asiakaskoneet asennetaan, ja joihin sitten pystytään työssä esitetyt pilvipalvelu-
alustat.
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2  PK-YRITYKSEN TIETOJENKÄSITTELYN HAASTEET 
Nykyään koetaan, että IT-palvelut PK-yrityksissä tulevat kasvamaan lähitulevaisuudessa 
huimasti. EmCe Solution Partner Oy:n teettämän tutkimuksen mukaan 88 % siihen vastan-
neista on sitä mieltä, että IT on keskeisessä roolissa yrityksen jokapäiväisessä toiminnassa. 
Tämä nähdään aiheelliseksi varsinkin eniten liikevaihtoaan kasvattavissa yrityksissä. Tämä voi 
johtua siitä syystä, että IT-palvelut nopeuttavat yrityksen yleistä ja jokapäiväistä toimintaa. 
Toiminnan tehokkuus voi nousta tuntuvasti, varsinkin pienemmissä yrityksissä. IT-haasteista 
puhuttaessa tutkimuksesta käy ilmi, että melkein puolet siihen vastanneista ovat sitä mieltä, 
että IT-investoinnit tulevat kasvamaan tulevaisuudessa. Yritykset omaksuvat yhä enemmän ja 
enemmän erinäisiä palveluja helpottaakseen heidän tuottavuutta. Tutkimuksen perusteella 
jopa kaksi kolmasosaa aikoo kolmen vuoden sisällä ostaa tietotekniikka-palveluita. Tämän 
kasvun kohteena ovat erityisesti nopeimmin kasvaneet sekä henkilöstöltään suurimmat pk-
yritykset. EmCe:n tutkimuksen myötä käy ilmi, että pk-yritykset käyttävät eniten taloushallin-
taan sekä palkanlaskentaan liittyviä sovelluksia. (EmCe 2009). 
Nykyajan yrityksillä, ammattialasta riippumatta, alkaa olla kaikilla samoja piirteitä tietoteknii-
kan osalta. Suurimmat osat ovat esimerkiksi omaksuneet sähköpostin käytön. Tämä mahdol-
listaa nopean ja helpon yhteydenottokeinon yrityksen ulkopuolelta. Myös yhteydenpito yri-
tyksen sisällä ja muihin yrityksiin helpottuu tätä kautta. Internet-sivut ovat myös nykyään 
merkki yrityksen nykyaikaisuudesta ja se mahdollistaa mainonnan. Tätä kautta yrityksen nä-
kyvyys kasvaa huomattavasti, koska niin iso osa ihmisistä käyttää internetiä enemmän tai vä-
hemmän jokapäiväisessä elämässään. Yritys voi käyttää myös erinäisiä videokonferenssi-
ohjelmistoja erinäisiin yhteydenpitotarpeisiinsa. Kaikki nämä erinäiset IT-palvelut vaativat 
näiden palveluiden huolellista suunnittelua, rakentamista ja ylläpitoa. Näissä tapauksissa yri-
tyksen IT-henkilöstön tarve kasvaa. Tietyissä oloissa tällaisten IT-palvelujen tarjonta ja yllä-
pito ei ole yritykselle ja sen toiminnalle kannattavaa, varsinkaan pitkällä tähtäimellä, joten 
tämän kaltaisissa tilanteissa voidaan harkita näiden palvelujen tarjoaminen ulkoistaa jollekin 
erikoistuneelle IT-alan yritykselle. Tällä tavoin voidaan esimerkiksi oman yrityksen henkilös-
tökulut pitää kurissa, koska henkilöstöä ei tarvitse kouluttaa tai erikseen palkata vaativiin IT-
tehtäviin. Yksi hyvä esimerkki nykyisten yritysten harkitsemista IT-palveluista on sähköpos-
tipalvelun tarjoaminen työntekijöille. Kuvasta 1 käy ilmi yrityksen mahdollisen IT-
ympäristön elinkaarta alusta loppuun. (QFIX 2014). 
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Kuva 1. Yrityksen IT-ympäristön elinkaari. (kuvakaappaus QFIXin nettisivuilta 2014). 
Kuten kuvasta 1 käy ilmi, yrityksen IT-ympäristö lähtee yksityiskohtaisesta kehitys- ja suun-
nitteluvaiheesta liikkeelle. Toisaalta, jos yrityksellä on jo olemassa oleva infrastruktuuri, tämä 
kehitys ja suunnitteluvaihe näkyy sen olemassa olevan järjestelmän kehittämisenä ja paranta-
misena. Tämä on vaihe, missä nollatasosta lähtiessä tulee perusteellisesti pohtia IT:n asetta-
mat vaatimukset yrityksen liiketoiminnalle. Oli se melkein kyse minkälaisesta IT:stä tahansa, 
lähdetään liikkeelle siitä, että yrityksen tulee hankkia ainakin jonkinlaiset laitteet itselleen, joil-
la IT:lle asetetut tarpeet saadaan täytetyksi. Tähän päälle tarvitaan riittävät tietoverkot ja tek-
nologiat. Tämä vaihe sanelee jo aika pitkälle minkälaista ympäristöä on realistista pystyttää, 
sillä jo laitteisiin menee rahaa melko lailla. Tämän lisäksi toinen suuri rahareikä on ympäris-
töön tarvittavat ohjelmistot. Kun kehitys- ja suunnitteluvaiheesta ollaan päästy etenemään 
tyydyttävällä tavalla, on aika tehdä ohjelmistohankintoja, sekä varmistaa että tietoturva- ja 
varmistusratkaisut ovat ajan tasalla ja toimivat vaaditulla tavalla. (QFIX 2014). 
 Kuvassa 1 näkyy kuinka suunnittelu- ja hankinta-vaiheen välissä on merkitty rahoitus. Tämä 
on se IT:n pystyttämisen ehkä kriittisin vaihe, sillä jos ympäristölle, sen laitteille ja ohjelmis-
toille ei saada tarvittavaa rahoitusta, täytyy tilanne kartoittaa ja selvittää mitä osia kaavaillusta 
infrastruktuurista jäisi hankkimatta. Tässä tilanteessa voi olla mahdollista tarjota tietynlainen 
palvelu asiakkaille, mutta jos rahoituksen puutteen vuoksi kaikkia osia ei voida tarjota, voi-
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daan siinä tilanteessa harkita hankkia nämä palvelut organisaation ulkopuolisista lähteistä. 
Tässä vaiheessa yrityksen olisi hyvä panostaa mahdollisimman paljon tietoturvaan ja tiedon 
varmistusmenetelmiin. Yritysmaailmassa nämä ovat ensiarvoisen tärkeitä käsitteitä, sillä näis-
sä ympäristöissä käsitellään yleensä hyvin tärkeitä tietoja. (Anders Innovations 2014). 
2.1  PK-yrityksen laitteistot ja ohjelmistot 
Oli kyseessä yritys kuin yritys, toimivat viestintäratkaisut ovat toiminnan kannalta hyvinkin 
positiivisia. Soneralla on tarjottavanaan yrityksille viestintäratkaisuja, jotka tehostavat päivit-
täistä työskentelyä, sujuvoittavat arkea ja sen lisäksi luo organisaatioon uudenlaisen viestintä-
kulttuurin. Esimerkiksi Sonera tarjoaa yrityksen koosta riippumatta erilaisia IT-tuotteita kai-
kenlaisiin tarpeisiin, kuten sähköpostit, kalenteri, tiimityövälineet sekä toimisto-ohjelmistot. 
(TeliaSonera 2015). 
Yritykset voivat myös haluta hyödyntää erilaisia kommunikointityökaluja. Tällaiset tulevat 
tarpeeseen varsinkin silloin, kun halutaan järjestää esimerkiksi kokouksia, joissa jotkut osan-
ottajat eivät ole fyysisesti paikalla. Puhutaan ns. videokonferenssi-sovelluksista. Yhtenä hy-
vänä esimerkkinä voitaisiin mainita Microsoftin tuote nimeltään Skype for Business, tai toi-
sena Googlen vastaava tuote Talk. Näiden avulla on mahdollista muun muassa muodostaa 
turvallinen videoyhteys vaikkapa yrityksen kokoukseen, oli sovelluksen käyttäjä missä tahan-
sa, jossa on vain toimiva verkkoyhteys. Skype for Business osaa mukautua verkon toiminnal-
lisuuden mukaan älykkäästi. Tämän lisäksi Skype on hyvä vaihtoehto, sillä se mahdollistaa 
käytön monilla eri laitteilla, kuten Windows-koneilla, eri mobiililaitteilla sekä Mac-koneilla. 
Kaikin puolin Skype for Business on monipuolinen kommunikointityökalu kaiken kokoisille 
yrityksille. Kuva 2 kuvaa Lyncin(nykyinen Skype for Business) toiminnallisuuksia. 
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Kuva 2. Lyncin(nykyinen Skype for Business) ominaisuuksista. (Kuvakaappaus Kurt Shinta-
kun blogista, 2011-11-18). 
Lync sisältää ominaisuuksia mitä suuri osa kuluttajista on tottunut käyttämään jokapäiväises-
sä elämässään. Se sisältää muun muassa pikaviestinominaisuuksia. Nämä ovat voineet tulla 
kuluttajille tutuiksi muun muassa käyttämällä jo edes mennyttä Microsoftin Live Messenge-
riä, tai vaikkapa Skypen pikaviestintä. Skype myös tekee verkon yli käytävät video-
konferenssipuhelut helpoksi. Varsinkin pk-yrityksissä, joissa työntekijät tekevät töitään etänä, 
tai vaikkapa matkustelevat paljon liikematkoilla, tämä ominaisuus on hieno, sillä he voivat 
osallistua organisaation kokouksiin ja palavereihin mistä tahansa. Tällaisilla nykyajan IT-
palveluilla on iso rooli, sillä nykyajan yhä moderneimmilla laitteilla käyttäjillä on helpompi 
pääsy internettiin ja sitä kautta saavat helpotettua ja nopeutettua työskentelyään. (Kurt Shin-
taku’s Blog, 2011-11-18). 
Näppärän toiminnallisuutensa lisäksi voitaisiin todeta, että Skype for Business on myös hy-
vin järeä työkalu. Sen lisäksi, että sillä pystyy helposti soittamaan puheluja työntekijöiden tai 
vaikkapa asiakkaiden kesken, se myös mahdollistaa kokousten järjestämisen, johon voi osal-
listua jopa 250 henkilöä. Näiden henkilöiden ei edes tarvitse olla Skype for Business-
käyttäjiä, vaan riittää kunhan heillä on puhelin tai internet-yhteys. Tämän lisäksi yrityksellä on 
mahdollista lisätä tuottavuuttaan Officen avulla. Esimerkiksi yhteyshenkilöiden online-tilat 
ovat helposti nähtävillä, kokousten sopiminen Outlookissa onnistuu sekä on mahdollista 
myös aloittaa keskusteluja tiettyjen sovellusten kautta, kuten esimerkiksi Wordin ja Power-
Pointin. Skype for Businessin käyttäjät eivät tarvitse olla huolissaan tietoturvan osalta, sillä 
keskustelut on suojattu vahvalla salauksella ja todennuksella. Tämän lisäksi käyttäjät voivat 
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itse hallita työntekijöiden tilejä ja ominaisuuksia. Tämä ominaisuus on tarkoitettu lähinnä IT-
ylläpitäjille, joiden vastuulla on muutenkin pyörittää yrityksen IT-järjestelmiä ja hallinnoida 
niitä. (Skype for Business, 2015). 
 
Microsoftin tavoitteena näinä menneinä vuosina on ollut tuoda yhteen yrityksien käyttämiä 
kommunikointityökaluja. Tällä ajatellaan jo päälähtöisesti asiakkaita, koska halutaan yksinker-
taistaa ja helpottaa heidän työskentelyään. Näin pk-yritysten ei tarvitse tehdä monimutkaista 
taustatutkimusta esimerkiksi siihen, mitkä työkalut sopisivat heidän kommunikointitarpei-
siinsa parhaiten. Nykyään niin isot kuin pienetkin yritykset käyttävät joka päiväisessä työs-
kentelyssään jonkinlaista toimisto-ohjelmapakettia. Alan ehkä suurin ja suosituin on Mic-
rosoftin tarjoama Office-paketti. Se sisältää työkalut muun muassa tekstinkäsittelyyn, tauluk-
kolaskentaan sekä näyttävien dia-esitysten tekemiseen. (Microsoft Corporation 2015). 
Pilvipohjaisen Officen etuihin kuuluu se, kuinka tutut toimisto-sovellukset kulkevat aina 
mukana. Office 365 mahdollistaa tuttujen sovellusten käyttämisen suoraan verkkoselaimesta 
käsin. Tässä tilanteessa ei tarvita mitään erillisiä asennuksia työntekijöiden koneelle. Verkko-
pohjaisuus tässä palvelussa tuo myös sen hyödyn esiin, että koska kaikki käsiteltävät tiedostot 
ja dokumentit ovat kokoajan tallennettuna pilvessä, työntekijät voivat vapaasti ja helposti 
jakaa niitä toistensa kesken, tai jopa työskennellä saman dokumentin parissa yhtä aikaa. Tä-
mä onnistuu niin, että kun joku työntekijöistä tekee muutoksen käsiteltävään dokumenttiin, 
se muutos näkyy reaaliajassa myös niillä muilla, jotka työstävät samaa tiedostoa. Koska 
OneDrive for Business pitää käsiteltävät tiedot ja dokumentit tallessa pilvessä, ne ovat aina 
ajan tasalla. Myös käytössä olevat Officen sovellukset ovat aina uusinta versiota. (Microsoft 
Corporation 2015). 
Officestakin tutun kommunikointisovelluksen, Lyncin, ja kuluttajille suositun internet-
puheluihin tarkoitetun Skypen liitoksen voidaan katsoa edistävän yritysten työskentelyä mer-
kittävästi jatkossa. Viime vuosien aikana se on tuonut yhä enemmän ja enemmän ihmisiä yh-
teen eri puolilta maailmaa mahdollistamalla erittäin vaivattomat internet-puhelut sekä äänen 
että myös videokuvan kanssa. Tätä sosiaalista kanssakäymistä edistää myös paljon se, että 
Skypen kautta voidaan myös helposti lähettää pikaviestejä. Pikaviestien lisäksi näissä keskus-
teluissa on myös mahdollista lähettää tiedostoja. Skypellä on myös mahdollista muodostaa 
ryhmäkeskusteluja sekä puheluita. Tämä voi pk-yritysten kommunikointia huomattavasti ta-
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pauksissa, joissa heidän työntekijöitään on monessa eri paikassa. Juuri sen takia Skypen ja 
Lyncin yhteen liittyminen katsotaan suureksi askeleeksi. Kummatkin sovellukset tarjoavat 
käyttäjäkohteilleen erinomaisia ominaisuuksia. Kun yhdistetään Skypen vaivattomat verkko-
puhelut joko yksittäin tai ryhmissä, tiedostojen jakamisen sekä pikaviestinnän Lyncin ammat-
timaisten ominaisuuksien kanssa, yritykset saavat siitä kokonaisvaltaisen sovellusratkaisun 
käyttöön. Lync tuo ammattilaispuolelta järeämpiä tietoturvaominaisuuksia, sekä parempaa 
tukea videokokouksille. Skype for Business-tuote hyödyntää hienosti kummankin tuotteen 
vahvuudet, yhdistäen ne vieläkin paremmaksi kokonaisuudeksi. Yritykset, jotka ovat jo tot-
tuneet Skypen käyttöön, huomaavat, että varsinkin ohjelman käyttöliittymä on tuttu Skypen 
aiemmista versioista. Lync tuo Skypen nettipuhelujen tueksi puhelun siirto-palvelun, jolla 
puhelujen siirtäminen hoituu vaivattomasti yhdellä kosketuksella tai napin painalluksella. 
Näiden kahden tuotteen jo olemassa olevia yhteensopivuus-ominaisuuksia tullaan paranta-
maan. Tähän asti Lync on jo mahdollistanut pikaviestit sekä puhelut Skypen käyttäjien kans-
sa. Skype for Business tuo paremmat videopuhelut sekä Skype-hakemiston saataville, joka 
mahdollistaa soiton kenelle tahansa Skypen käyttäjälle mistä laitteesta tahansa. (Skype for 
Business-blogi, 2014-11-11). 
2.2  Toiminnallisten järjestelmien rakentaminen 
Kun yrityksissä ruvetaan miettimään erinäisiä tietojärjestelmiä, täytyy ensin kartoittaa yrityk-
sen erityistarpeet ja mitä IT:llä halutaan saavuttaa. Yksi IT:hen ajava tekijä varmaan monen 
näkökulmasta on esimerkiksi yrityksen tuottavuuden kasvattaminen. Myös tiettyjä yrityksen 
toimintatapoja voidaan nopeuttaa ja yksinkertaistaa tietojenkäsittelyn avulla. Alati kehittyvät 
kommunikointi-sovellukset mahdollistavat pk-yrityksille yhä nopeammat mahdollisuudet 
pitää yhteyttä asiakkaisiin sekä vaikkapa liikekumppaneihin. Kuten Skypen ja Lyncin yhteen-
liittyminen osoittaa, IT-markkinoilla halutaan siirtyä yhä modernimpaan suuntaan ja parem-
piin ratkaisuihin. Kokoajan haetaan ratkaisuja, jotka yhdistelevät tuotteiden hyvät ominai-
suudet, ja tähdätään myös siihen että saavutetaan kaikin puolin järkevä ratkaisu, jossa olisi 
kaikki toisiaan tukevat ominaisuudet saatavilla yhdestä paikasta. (Tekniikka & Talous, 2014). 
Suunnitteluvaiheessa tulee myös ottaa huomioon se seikka, että nykymarkkinoiden laitteet ja 
yleinen teknologia kehittyy niin nopeasti, että yritysten on osattava mukautua näihin muu-
toksiin. Tästä syystä olisi suotavaa miettiä tarkkaan hankittavan järjestelmän rakenne niin, 
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ettei sitä jouduta rahallisesti uusimaan liian aikaisin. Suunnittelu on tehtävä huolellisesti myös 
siitäkin syystä, koska tällaiset hankintaprojektit voivat helposti epäonnistua. Esko Hannula 
kuvaa verkossa julkaisemassaan artikkelissa, Tietojärjestelmien hankinta on muutosjohtamis-
ta, kuinka tärkein syy järjestelmäprojektien epäonnistumiselle on puhtaasti puutteellinen vaa-
timusten hallinta. (Qentinel, 2/2009). 
Nykyään voisi ajatella, että tämän kaltaiset IT-hankintaprojektit olisivat mutkattomia toteut-
taa. Markkinoilla on nähty jos jonkinlaisia projekteja, ja niistä kerättyä tietoa hyödyntämällä 
voidaan yrittää minimoida prosessissa eteen tulevia ongelmatilanteita. Todellisuus on kuiten-
kin se, että vaikka kuinka hyvin ja perusteellisesti yrittäisi valmistautua, suunnitelmat harvoin 
toteutuvat alkuperäisen kaavan mukaan. Esko Hannula kuvaa osuvasti nettiartikkelissaan, 
että tällaisen projektin johtamisen oleellisin asia on poikkeamien havaitseminen ajoissa ja 
niistä seuraavat korjaavat toimenpiteet. Tästä syystä erinäiset järjestelmäprojektit voivat olla 
hankalia, koska ne vaativat johdolta paljon. Reaktiokyky juurikin näihin erilaisiin pulmatilan-
teisiin on onnistumisen edellytys. Projektin johdon kannalta hanke voi onnistua, kunhan se 
vain saa tueksi oikeaa ja ajantasaista tietoa. Kuten tästä käy ilmi, suunnitteluvaihe on hyvin 
hankala alue, mutta itse projektin toteuttaminenkaan ei mitään helppoa hommaa ole. Usein 
projektin toteutus on tilanne, joka voi johtaa kädenvääntöön asiakkaan ja järjestelmän toimit-
tajan välillä. Projektijohdon ja laadunvarmistuksen saumaton yhteistoiminta on koko projek-
tin kannalta vaatimus. Laadunvarmistus tuottaa projektijohdolle luotettavaa tietoa hankkeen 
etenemisestä. Hankkeen läpivienti on tiimityöskentelyä, ja jokaisen tiimin osan on toimittava 
mahdollisimman huolellisesti ja täsmällisesti, jotta päästäisiin lopputuloksen kannalta tyydyt-
tävään ratkaisuun. (Qentinel, 2/2009). 
Loppujen lopuksi, tällaisissa järjestelmäprojekteissa tilaaja on se, joka vastaa koko projektista. 
Tilaajan vastuulla on projektin lisäksi myös sen tulokset sekä lopullinen laatu. Kuten Esko 
Hannula tekstissään kuvaa, että jokaisessa liiketaloudellisesti järkevässä järjestelmäprojektissa 
tilaajan absoluuttinen riski on suurempi kuin palvelun toimittajalla. Jos tilanne olisi sellainen, 
että toimittajia olisi enemmän kuin yksi, tilaajan rooli ja vastuu toteutuksen valvonnassa on 
entistä tärkeämpi. Tilaajan rooli tässä suhteessa on helpompi, jos toimittaja jakaa avoimesti 
laatu- ja etenemismittareita projektin kulusta. Mutta jos tilanne olisi käänteinen, ja toimittaja 
olisi sulkeutuneempi tilaajaa kohtaan, lisäisi se tilaajan työpanosta entisestään ja mahdollisesti 
johtaisi korkeamman riskitason hyväksymiseen. (Qentinel, 2/2009). 
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Projektin onnistuminen riippuu siitä kuinka hyvin yhteistyö pelaa tilaajan ja toimijan välillä. 
Ensinnäkin, tilaajan täytyy miettiä ja määrittää tarkasti mitä he haluavat. Kuten aiemmin tuli 
todettua, tarkka kartoitus siitä, mitä tarvitaan, on tärkeää. Aina on ongelmana, ettei osapuol-
ten kommunikaatio ole toiminut projektin lopputuloksen kannalta suotuisalla tavalla. Tämä 
johtuu yksinkertaisesti kommunikaation puutteesta osapuolten välillä. Asiakkaan tuotekartoi-
tuksen jälkeen projekti etenee vaiheeseen, jossa tulee määrittää selväksi resurssit. Projektin 
resurssikartoitus on tärkeä koska se määrittää sen etenemisen. Asiakkaan olisi hyvä varmistaa 
että palvelun tuottajalla olisi riittävät resurssit tuottaa juuri halutun mukainen palvelu. Näitä 
asioita tulisi selvitellä esimerkiksi vaikkapa tilaajan ja tuottajan välisissä suunnittelupalavereis-
sa, joissa käytäisiin mahdollisimman syvällisesti ensinnäkin tilaajan tarpeet, jotka täytyisi mi-
nimissään täyttää. Tämän lisäksi on varmistettava että asiakkaalla itsellään on yrityksessään 
riittävät puitteet järjestelmän käyttöönottoon sekä normaaliin käyttämiseen. (Lukander Ruo-
hola HTO, 2/2013). 
Järjestelmän rakennus-projekteissa tulisi ehdottomasti keskittyä olennaiseen. Kuten Tatu 
Kulmala sanoo Lukander Ruohola HTO:n sivuilla julkaisemassaan artikkelissa, tulee keskit-
tyä perinpohjaiseen ja huolelliseen suunnittelutyöhön. Hänen mukaansa hyvin suunniteltu on 
yleensä 95-prosenttisesti tehty. Näihin tuloksiin päästään tilaajan ja tuottajan erinomaisella 
kommunikoinnilla projektin joka vaiheessa. Resurssit täytyy keskittää niihin alueisiin, missä 
niitä tarvitaan kaikista eniten ja joka hyödyttää koko projektin lopputulosta. Hän kuitenkin 
jatkaa sanomalla että jäljelle jäävät 5 prosenttia voivat haukata 95 prosenttia käytössä olevista 
resursseista. Juuri tällaisen skenaarion varjolla on ehdottoman tärkeää varmistaa että riittävät 
resurssit todellakin ovat olemassa ja käytettävissä eikä kävisi niin, että ne loppuisivat kesken 
projektin. (Lukander Ruohola HTO, 2/2013). 
Rakennettavan / hankittavan järjestelmän laadun arvioimisessa tulisi käyttää tiettyjä mittarei-
ta. Esimerkiksi, jos yritys on hankkimassa pilvipalvelua, sen luotettavuutta voidaan arvioida 
sen perusteella, miten hyvin palvelu on toiminnassa. Nykyisin, palveluntarjoajilla on velvolli-
suudet täyttää tietty palvelutasoehto, tarkoittaen että palvelun tulisi olla pystyssä xx %, esi-
merkiksi 95 % tai vaikkapa 99,5 % ajasta. Palvelun hyvä mittari on myös kuinka nopeasti tar-
joaja reagoi ja vastaa vikailmoituksiin. Luotettavan ja ammattimaisen kuvan saavuttaakseen 
palvelun on oltava ulospäin mahdollisimman vähän häiriöille altis sekä vikatila-käytäntöjen 
on oltava sellaiset, joissa tuesta vastaavat henkilöt pääsevät ongelmatilanteissa vikoihin käsik-
si. Vikatilanteilta ei koskaan voi täydellisesti välttyä, vaikka varautumiseen käytettävät suunni-
telmat ja toimenpiteet tehtäisiin. Ulkoisia uhkia on mahdotonta ennustaa, kuten esimerkiksi 
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verkkorikollisuudesta aiheutuvat häiriöt. Nämä voivat tarkoittaa pienistä palveluhäiriöistä 
laajempiin ongelmiin, joissa koko palvelun käyttö katkeaa. Vikatilanteita voi myös olla lait-
teistopuolella, joissa esimerkiksi palvelinten osia rikkoontuu. Näissäkin tapauksissa IT-tuen 
täytyy pystyä vastaamaan nopeasti tilanteeseen ja vaihtamaan vialliset osat. Palvelun mitta-
reista puhuttaessa voisi ottaa vielä esille sen, kuinka nopeasti esimerkiksi tietyt prosessit saa-
daan vietyä loppuun palvelussa. Asiakkaat haluavat totta kai mahdollisimman nopeasti ja vai-
vattomasti saada työnsä tehtyä ja tämä tulisi tulla esille tarjoajan suunnitellessa järjestelmää. 
(Lukander Ruohola HTO, 2/2013). 
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3  PK-YRITYKSEN PILVIPALVELUT 
Pilvipalvelut ovat viime aikoina olleet hyvin suosittu ja mielenkiintoinen puheenaihe IT-
alalla. Niitä on omaksuttu yhä enemmän käyttöön erilaisissa organisaatioissa ja yrityksissä, 
sekä niiden tarjoamat mahdollisuudet kehittyvät alati. Yritysten miettiessä pilvipalveluiden 
käyttöönottoa tulisi pitää mielessä, että niitä käyttämällä toimintatavat voivat olla hyvinkin 
eriäviä mihin työntekijät ovat mahdollisesti siihen mennessä tottuneet. Tässä vaiheessa voi 
tulla eteen esimerkiksi tietyn henkilöstön kouluttamista palveluiden käyttöön. He taas omalta 
osaltaan voivat sitten kouluttaa muitakin joka hyödyttää kaikkia. IT-alalla, kun kaavaillaan 
isompaa muutosta johonkin olemassa olevaan työskentelytapaan, tulee muutos aloittaa pie-
nestä mittakaavasta. Tällä tavoin voidaan nähdä, kuinka uusi palvelu sopeutuu yritykseen ja 
sen jokapäiväiseen toimintaan. Tällä tavoin myös voidaan opastaa palvelun käyttöön ensim-
mäinen ”ydinjoukko”, joka voi sitten opastaa muita kun palvelun käyttöä aletaan hiljalleen 
laajentamaan pidemmälle organisaatioon. Loppujen lopuksi täytyy miettiä vastaavatko suun-
nitellut pilvipalvelut organisaation tarpeita sen kasvaessa. Jos on vähänkin epäilyjä, että jos-
sakin vaiheessa tämä kriteeri ei täyty, tulisi harkita koko palvelun unohtamista. (Tivi.com, 
5/2010). 
Asiakkaan kannalta on äärimmäisen tärkeää ennen palvelun käyttöönottoa lukea sopimus 
erittäin tarkasti ja huolellisesti. Tämä on äärimmäisen tärkeää varsinkin siksi, että asiakkaan 
tulisi tietää mistä kaikesta hän palvelun käytössä joutuu maksamaan. Maksujen kannalta olisi 
hyvä myös tietää joutuuko maksamaan lisämaksua, jos palvelun irtisanoo ennenaikaisesti. 
Ehkä yksi tärkeimmistä asioista, joka sopimuksesta tulisi ottaa selvää, on palveluntarjoajan 
yksityisyydensuojapolitiikka. Kuitenkin, joillakin palveluntarjoajilla tämä politiikka voi kui-
tenkin olla joltain osin sellainen, mikä ei mahdollisia asiakkaita miellytä, ja tästä tulisi ennak-
koon ottaa selko, ettei käytön aikana tulisi ikäviä yllätyksiä. Tästä voi olla kauaskantoiset seu-
raukset, jopa molemmille osapuolille. (Tivi.com, 5/2010). 
Palveluita mietittäessä, tulee ottaa huomioon, että markkinoilla voi olla monen hintaisia pal-
veluja ja luovuus on yksi asia, mikä pitäisi pitää mielessä. Heikki Siljamäki kuvaa hyvin artik-
kelissaan Näin aloitat pilvipalveluiden käytön pk-yrityksessä, kuinka eri tuotteiden luovalla 
käytöllä voi säästää rahaa. Esimerkkinä Siljamäki antaa kuinka varsinkin pienimmät yritykset 
hyötyvät siitä, kun pilvestä ostettavaa taulukkolaskentaohjelmaa voi hyödyntää myös asiak-
kuudenhallintajärjestelmänä, vaikkakin rajoitetuilla toiminnoilla. Pienet pk-yritykset eivät 
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välttämättä tarvitse erillisten sovellusten hienoja toiminnallisuuksia, joten pienellä ajattelulla 
ja luovuudella voi päästä pitkälle sekä säästää arvokkaita resursseja. Tärkeää hankintaprojek-
teissa on myös tehdä laajaa tuote- ja hintavertailua. Kuten todettua, markkinoilla on monen-
laisia toimijoita, jotka kukin tarjoavat laadukkaita palveluita, mutta joiden hinta ja ominaisuu-
det vaihtelevat suuresti. On tärkeää, että yritykselle löydetään juuri sille sopiva tuote. (Ti-
vi.com, 5/2010). 
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4  PK-YRITYKSEN PILVIPALVELUTYYPIT 
Pilvipalvelut käsitteenä ovat pääpiirteittäin samanlaisia, mutta tämän käsitteen alle mahtuu 
siitä huolimatta erilaisia tyyppejä, jotka eroavat toisistaan. Goran Čandrlić kuvaa hyvin artik-
kelissaan Cloud Computing – Types of Cloud pilvipalveluiden eri tyyppejä. Kuva 4 havain-
nollistaa kolme eri pilvipalvelutyyppiä: SaaS – Software as a Service, PaaS – Platform as a 
Service ja IaaS – Infrastructure as a Service. Kun aloitetaan tarkastelemaan kuvan pyramidia 
huipulta käsin, katsotaan kohtaa Software as a Service. Tämä pilvipalvelutyyppi tarkoittaa 
tilannetta, jossa käyttäjä maksaa jonkun sovelluksen käytöstä, jota ajetaan keskitetysti pil-
viympäristöstä. Tällaisessa tilanteessa käyttäjä ottaa sovellusympäristöön yhteyden vaikkapa 
tietokoneen, älypuhelimen tai tabletin avulla, jota ajetaan verkkoselaimesta käsin. 
 
Kuva 4. Kaaviokuva, joka havainnollistaa eri pilvipalvelutyyppejä. 
Kuvassa näkyy että SaaS-tyypin esimerkki-sovelluksia ovat esimerkiksi Googlen tarjoamat 
Google Docs ja Gmail-palvelut. Kuvassa myös kuvaillaan SaaS-kerrosta loppukäyttäjien 
osaksi. Tällä tarkoitetaan sitä, että tähän kategoriaan sijoittuvilla sovelluksilla ja palveluilla on 
lähinnä vain normaaleja käyttäjiä arkielämästä. Tosin, ei pidä yleistää, vaan työelämästäkin 
löytyy käyttäjiä, jotka voivat hyödyntää sähköpostiratkaisunaan juuri Googlen Gmailia. (Glo-
balDots, 3/2013). 
 Google Docs on kätevä ympäristö, joka käytännössä toimii verkkopohjaisena toimisto-
ohjelmistona. Se tarjoaa sovellukset muun muassa tekstinkäsittelyyn, taulukkolaskentaan ja 
dia-esitysten luomiseen. Näitä sovelluksia ajetaan Google Drive-ympäristöstä. Näistä on 
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myös saatavilla offline-versiot Chrome Apps-muodossa, sekä mobiiliversiot Googlen And-
roid-mobiilikäyttöjärjestelmälle sekä Applen iOS:lle. Tähän sovelluspakettiin kuuluu nykyään 
myös Google Forms, jolla on mahdollista luoda muokata erinäisiä lomakkeita, Google Dra-
wings, jolla on mahdollista luoda erilaisia kaavioita ja taulukoita sekä Google Fusion Tables, 
joka on sovellus datan keräämiseen, jakamiseen ja visualisointiin. Voitaisi katsoa, että Google 
Apps on kattava, online-pohjainen toimisto-ohjelmistopaketti. Se on hyvin samankaltainen 
verrattuna esimerkiksi Microsoftin tarjoamaan Office 365-alustaan. Online-pohjaisten toi-
misto-sovellusten etuna on se, että käyttäjän tiedostot ovat aina saatavilla, mistä ja milloin 
vain. Siihen lisättynä käyttäjän ei tarvitse asentaa koneelleen yhtään mitään. Tämä tulee muu-
toksena menneeseen, kun esimerkiksi Microsoftin tarjoama Office-ohjelmisto oli vielä niin 
sanotusti offline-versio, eli kaikki piti asentaa kaikille organisaation koneille, missä sitä tarvit-
tiin. (SiteGround, 2015). 
Google Appsin käyttöönotto on yrityksille vaivatonta. Heidän täytyy vain rekisteröidä uusi 
Google Apps-tili, jonka jälkeen he todentavat oman domaininsa Googlelle. Tämän jälkeen ei 
olekaan enää kuin asetusten määritystä käyttäjille ja sitten on valmista. Google Appsin avulla 
yrityksen työskentelystä tulee vaivattomampaa. Google Appsista löytyy muun muassa kätevä 
Calendar-sovellus, jonka avulla työntekijät voivat määrittää esimerkiksi tärkeitä päiviä vaik-
kapa kokouksille tai muille palavereille. Google Calendar mahdollistaa myös sen, että siihen 
voidaan tuoda tietoja sekä Outlookin että iCalendarin tiedostoista. Tämän ansiosta yhteen-
sopivuus paranee, eikä käyttäjiä enää sidota vain tiettyyn sovellukseen, vaan työskentelystä 
tulee vapaampaa. Google Docs on sovellus, jonka toiminnallisuudet ovat ehkä eniten tutut 
aiempien toimisto-ohjelmien käyttäjille. Se on käytännössä online-versio tekstinkäsittelystä, 
taulukkolaskennasta sekä dia-esitysten tekemiseen tarkoitetusta sovelluksesta. Mikä parasta, 
Google Docs tukee suosituimpia tiedostomuotoja, kuten Microsoftin tiedostotyypit tekstille, 
dioille sekä laskentataulukoille ja sen lisäksi Google Docs tukee ilmaisen OpenOfficen tie-
dostomuotoja. (SiteGround, 2015). 
 Microsoft tarjoaa myös SaaS-tuotetta Office Onlinen muodossa. Tämä käsittää kevyet, 
verkkoselain-pohjaiset versiot Microsoftin Office-paketin työpöytäohjelmistoista, joiden 
avulla käyttäjät luoda sekä muokata erinäisiä Office-tiedostoja. Microsoftilta on myös saata-
villa muunlaisia SaaS-tyypin palveluja, jotka suuntautuvat yrityskäyttäjille. Nämä käsittävät 
muun muassa sähköpostiin tarkoitetun Exchangen, pikaviestintään tarkoitetun Lyncin sekä 
SharePointin. Tämä käsittää monta erilaista työkalua. Se tarjoaa käsittelytyökalut tiedostoille 
ja dokumenteille, sosiaaliset verkostot sekä muun muassa verkkosivut. Googlen tavoin Mic-
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rosoftin PaaS-ratkaisu on moninainen ja siihen voi valita itselleen parhaiten soveltuvia omi-
naisuuksia. Esimerkiksi, Office 365:n Home Premium-versio sisältää hienon hyödyn, vaikka 
siitä joutuu maksamaan kk-maksua, niin kuin muistakin Googlen ja Microsoftin pilvituotteis-
ta, yhdellä tilauksella sovelluspaketin voi asentaa viidelle eri laitteelle. Vaikka Home Premium 
onkin pääasiassa kotikäyttäjille tarkoitettu versio, silti tämä havainnollistaa kuinka eri versiot 
tarjoavat erilaiset ominaisuudet. (PC Magazine, 1/30/2013). 
SaaS-mallin ratkaisujen perään haikailevien yritysten kannattaa harkita esimerkiksi Googlen 
Gmailia, varsinkin, jos yritys ei halua panostaa omaan IT-infrastruktuuriinsa niin, että heillä 
olisi oma sähköpostipalvelin. Gmail tarjoaa vaivattoman ja helpon käyttöliittymän sähköpos-
tin käyttöön sekä se sisältää ehkä markkinoiden tehokkaimman roskapostisuodattimen. Ny-
kyään suurimmissa osissa sähköpostipalveluista tällainen ominaisuus on käytössä, mutta 
Googlella tämä toimii tehokkaimmin. Roskapostisuodattimen lisäksi Gmailissa on myös vi-
rus-suodatus-ominaisuus. Tämä esimerkiksi aiheuttaa sen, että sähköpostin mukana ei voi 
lähettää suoritettavaa liitetiedostoa. Kaiken lisäksi tätä ominaisuutta ei saa edes päältä. Kui-
tenkin voisi ajatella, että tällainen ominaisuus on vain hyvästä, sillä todennäköisesti se estää 
enemmän haittatilanteita kuin itse aiheuttaa niitä. Loppujen lopuksi, yritysten ei tulisi kaihtaa 
Gmailin käyttöönottoa vain siitä syystä, ettei se ole maksullinen eikä välttämättä sisällä kaik-
kea mitä kaupallisissa vastaavissa ratkaisuissa on. Gmail tarjoaa käyttäjälleen erinomaisen 
käyttökokemuksen sekä yhteensopivuuden, joka tekee siitä hyvinkin varteenotettavan ratkai-
sun, varsinkin pienemmillä pk-yrityksillä. (AboutTech, 2015). 
Seuraavalla tasolla Kuvan 2 pyramidissa on taso nimeltä PaaS – Platform as a Service. Se tar-
koittaa pilvipalvelutyyppiä, jossa käyttäjä itse kehittää, suorittaa ja hallinnoi verkko-pohjaisia 
sovelluksia ilman että heidän täytyisi itse perustaa ja hallinnoida siihen erikseen tarvittavaa 
ympäristöä. PaaS-tyypin tekniikka tulee siinä kohtaa otolliseksi, sillä palveluntarjoaja antaa 
asiakkaille käyttöön yleensä sovelluskehitykseen tarvittavan ympäristön sekä ohjelmistot. 
Tämä tarkoittaa sitä, ettei käyttäjien tarvitse asentaa organisaation koneille yhtään mitään eril-
lisiä sovelluksia, vaan he käyttävät heille valmiiksi tarjottua ympäristöä. Yritysten tulee kui-
tenkin muistaa, ettei PaaS-tason ratkaisut korvaa kokonaan heidän omassa talossaan olevaa 
laitteistoa. Sen tarkoitus on tarjota käyttöön jokin oleellinen sovellus tai palvelu, kuten vaik-
kapa Java-sovelluskehitykseen tarkoitetut työkalut. Kaikista suurin hyöty mikä tällä tekniikal-
la voidaan saavuttaa, on se, että normaalisti paikallisen IT-ympäristön rakentaminen vaikkapa 
juuri sovelluskehittämiseen voi tarvita kokonaisen IT-tiimin, joka ostaa palvelimet, sovellusli-
senssit yms. sekä kaiken tämän jälkeen joutuvat rakentamaan ympäristön tekemällä käyttäjille 
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asetukset ja muut konfiguroinnit. PaaS:in avulla säästytään tältä, ja asiakkaat yleensä käyttävät 
PaaS-palveluita web-käyttöliittymän avulla. (SearchCloudComputing, 2015). 
Yrityksille on myös olemassa IaaS-tason ratkaisuja. Nimensä mukaisesti Infrastructure as a 
Service-tekniikka tarkoittaa sitä, että palveluntarjoaja tarjoaa käyttäjilleen kokonaisen virtuaa-
lisen IT-ympäristön käyttöön. Käytännössä palveluntarjoaja tarjoaa käyttöön laitteistot, oh-
jelmistot, palvelimet sekä kaiken muun tarvittavan mitä IT-ympäristön ajamiseen tarvitaan. 
Kaiken tämän lisäksi palveluntarjoaja voi hostata myös käyttäjien omia sovelluksia sekä hoi-
taa järjestelmän huoltotoimenpiteitä. Tämän tekniikan etu on siinä, että on se on todella 
skaalautuva ja käytössä olevia resursseja voi säätää käytön mukaan, eli jos käytössä on liikaa 
näitä, ne voi lennosta laskea pois, tai vastaavasti niitä voidaan lisätä jos tarve niin vaatii. Tä-
män ansiosta yritysten toiminta, varsinkin laajentumisten yhteydessä, ei mitenkään taukoa, 
vaan toiminta jatkuu sujuvasti. Yleensä palveluntarjoajat laskuttavat IaaS-palvelujen käytöstä 
per tunti, viikko tai kuukausi. Kuitenkin tämän lisäksi jotkut tarjoajat voivat myös laskuttaa 
käyttäjiään vaikkapa käytetyn virtuaalikonetilan mukaan. Käyttäjien tulisi pitää näissä tilan-
teissa huoli, ettei heitä laskuteta mistään mitä he eivät käytä. Huolellisuutta tulisi myös ehdot-
tomasti käyttää myös siinä että luetaan käyttösopimukset läpi ja tarkastetaan mistä kaikista 
palvelun käytössä yleensä maksetaan. (SearchCloudComputing IaaS, 2015). 
4.1  SaaS – Software as a Service 
Pilviteknologia on yhä kasvavassa asemassa ja se saavuttaa kokoajan suurempaa tietoisuutta 
kuluttajien keskuudessa. Pienimmät yritykset ja organisaatiot eivät välttämättä vielä ole he-
ränneet tämän teknologian tuomiin mahdollisuuksiin, mutta vähitellen yhä enemmän yritys-
henkilöitä alkaa tajuamaan mitä sillä voidaan saavuttaa. Koska mitä edemmäs mennään, sitä 
parempaa sovellustarjontaa SaaS-ratkaisut tuovat. Esimerkiksi organisaatiot, jotka miettivät 
nykyaikaistavansa joitakin toimintoja IT:n avulla, kannattaisi heidän olla mahdollisimman 
perillä mitä heille on tarjolla. Markkinoilta alkaa löytyä yhä parempia sovellusratkaisuja SaaS-
tuotteina verrattuna talon sisäisiin, omiin sovelluksiin. (Software Advice, 7/28/2011). 
Kun mietitään mitä SaaS, eli Software as a Service-malli tarkoittaa, ajatellaan uudenlaista so-
vellusten tarjontaa käyttäjille. Ennen vanhaan suurin osa sovelluksista on ajettu organisaati-
oiden sisällä olevissa, omissa IT-ympäristöissä. SaaS-malli tarkoittaa nimensä mukaisesti in-
ternetistä käsin tarjottavaa sovellus-palvelua, kuten kuva 5 esittää. Palveluntarjoaja siis tarjoaa 
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käyttäjilleen omasta IT-ympäristöstään käyttöön erinäisiä sovelluksia, ja näitä voidaan käyttää 
miltei missä tahansa, kunhan vain verkkoyhteys löytyy. Palveluntarjoajalla on omassa ko-
nesalissaan siis käytössä täydellinen IT-ympäristö, jossa he ylläpitävät palvelimia, sovelluksia 
sekä tietokantoja, mitä näiden sovelluspalveluiden tarjoamiseen ja käyttämiseen tarvitaan. 
Tästä mallista koituu monia hyötyjä itse asiakkaille. Ensinnäkin, heidän ei tarvitse ostaa ja 
ylläpitää kalliita laitteistoja ja ylläpitää niitä oman talon sisällä, jossa tarvittavaa sovellusta tai 
sovelluksia voidaan ajaa. SaaS-palveluntuottaja huolehtii myös kaikesta huoltotoimenpiteistä 
sekä jos/kun sovelluksissa tai yleisessä järjestelmässä esiintyy vikatilanteita, nämä kaikki ovat 
palveluntuottajan vastuulla. Ennen, kun organisaatiot ovat ajaneet omia ympäristöjään, kaikki 
nämä toimenpiteet ovat olleet heidän vastuulla. Tämä on oikeastaan vain tietyn tyyppistä 
IT:n ulkoistamista kulujen säästämiseksi sekä työnteon virtaviivaistamiseksi. (Software Advi-
ce, 7/28/2011). 
 
Kuva 5. Kuva, joka hahmottaa Software as a Service-mallia.(smissltd.com, © 2006-2015). 
Edellä lueteltujen erojen lisäksi, verrattuna yritysten omiin sisäisiin järjestelmiin ja sovelluk-
siin, SaaS-palveluiden hinnoittelu eroaa merkittävällä tavalla. Ennen, yritysten ajaessa omia 
järjestelmiään ja sovelluksiaan, hankinnat olivat yleensä kertaluontoisia. Tällöin, kun palvelu 
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oli ostettu, se oli yrityksen oma, niin sanotusti. SaaS-palvelut ovat kuitenkin tässä suhteessa 
eri asia. Hinnoittelu näillä tuotteilla on yleensä kk-maksu tai maksu vuosittain. Tähän sisältyy 
ohjelmistolisenssi, tuotetuki sekä mahdollisia muitakin kuluja. Asiakas ehkä näkee suureksi 
plussaksi tässä mallissa sen että kulut on jaettu pidemmälle aikavälille verrattuna tilanteeseen, 
jossa kaikki kulut tulisi maksaa heti ja suoraan. Tästä yritykset ehkä pääsevätkin kysymyk-
seen, kannattaako meidän hankkia talon sisäisiä järjestelmiä ja sovelluksia, vai otetaanko askel 
kohti uudempaa teknologiaa ja ulkoistetaanko tiettyjä palveluja ottaen tilalle SaaS-ratkaisuja. 
Ihan aluksi, organisaation sisällä vastaavien henkilöiden täytyy kartoittaa yrityksen liiketoi-
minnan monimutkaisuuden taso. Pk-yritykset, joiden liiketoimintaprosessit ovat suhteellisen 
virtaviivaiset, heille SaaS-ratkaisut voivat sopia hyvin. Tämä silloin kun halutaan yksinkertai-
sesti vähentämällä IT-kuluja huomattavasti. Toisaalta, SaaS-palvelujen toiminnallisuus ei eh-
kä ihan vielä ole täysin talon sisäisten palvelujen ja sovellusten tasolla, vaan tällä saralla on 
parannettavaa. Kuitenkin, tämä on niin sanotusti kaksiteräinen miekka jolla on hyvät ja huo-
not puolensa. (Software Advice, 7/28/2011). 
Historiallisesta näkökulmasta ajateltuna, SaaS-malli voidaan ehkä rinnastaa 90-luvun 
ASP:ihin(Application Service Provider). Nämä tarjosivat silloin yrityksille tarkoitettuja sovel-
luksia internetin yli mutta näillä oli enemmän yhteistä yritysten talon sisällä olevien sovellus-
ten kanssa, verrattuna nykyaikaisiin SaaS-ratkaisuihin. Nykyisistä SaaS-sovelluksista nämä 
ASP-ratkaisut erosivat lähinnä arkkitehtuurinsa sekä lisensoinnin puolesta. Arkkitehtuuriltaan 
nämä vanhemmat ASP-ratkaisut oli rakennettu yhden käyttäjän sovelluksiksi. Tästä syystä 
sovellusten välinen kommunikointi ja datan vaihto oli erittäin rajattua, ja tämän takia ne tar-
josivat erittäin vähän taloudellista hyötyä verrattuna talon sisäisiin ratkaisuihin. Nykypäivän 
SaaS-sovellukset ovat rakennettu niin, että ne hyödyntävät keskitettyä hallintaa. Yhden il-
mentymän ja monen yhtäaikaisen käyttäjän arkkitehtuurin on tarkoitus tarjota mahdollisim-
man hyvät ominaisuudet ja käyttökokemus joka kilpailisi talon sisäisten vastineiden kanssa. 
Yleisin jakelutapa SaaS-ratkaisuille on joko suoraan valmistajalta, tai sitten joku kolmannen 
osapuolen tekijä, joka on kasannut eri valmistajien sovelluksista yhtenäisen sovelluspaketin. 
(Microsoft Corporation 2006). 
Palveluntarjoajien näkökulmasta ajateltuna, SaaS-malli on hyvin mielenkiintoinen mutta 
myös hyödyllinen asiakasta ajatellen. Sovelluksia ylläpidetään ja ajetaan palveluntarjoajien 
keskitetyissä konesaleissa. Konepellin alla tapahtuu monia loppukäyttäjille näkymättömiä asi-
oita, esimerkiksi erinäisten korjausten ja päivitysten asentaminen. Lisäksi palvelun kunnon 
yleinen monitorointi on tietenkin tarjoajan vastuulla. Kuluttajien ei siis tarvitse vaivata pää-
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tään ollenkaan näillä asioilla, vaan he voivat keskittyä liiketoimintansa hoitamiseen. Yhteys 
näihin SaaS-sovelluksiin hoituu yleensä verkkoselaimen avulla tai toisessa tapauksessa smart-
client-sovelluksen välityksellä. Nykyaikana, internet ulottuu niin laajalle alueelle, ei tämä ole 
enää ongelma. Jotkut sovellus-tarjoajat voivat jopa tarjota ohjelmointirajapintoja sovelluske-
hittäjille, mahdollistaen näin erilaisten yhdistelmäsovellusten rakentamisen, jotka hyödyntävät 
jollain tavalla SaaS-palveluntarjoajan ratkaisun toiminnallisuuksia. (Microsoft Corporation 
2006). 
SaaS-ratkaisujen omaksuminen organisaatioon ei ole itsestään selvyys, vaikka rahkeet siihen 
ehkä riittäisivätkin. Uusien toimintatapojen omaksuminen osaksi yrityksen toimintaa voi olla 
riskialtista. Esimerkiksi tilanne, jossa yritys on toiminut jo pitkään markkinoilla, käyttäen 
omia totuttuja tapojaan ja menetelmiään hoitamaan jokapäiväistä liiketoimintaa, ja sitten ryh-
dytään miettimään miten IT-teknologia voisi nykyaikaistaa organisaatiota ja saada tuottavuut-
ta paremmaksi. Ainakin henkilöstön keskuudessa tämä voi aiheuttaa mietteliäisyyttä. Tässä 
vaiheessa tulee miettiä haitat ja hyödyt tarkkaan. On totta, että IT-pohjaisilla ratkaisuilla yri-
tykset voivat tehostaa toimintaansa monella tavalla. Kuitenkin on pidettävä mielessä, että 
organisaation ei ole mitään järkeä ruveta panostamaan edes pilvipohjaiseen IT-tekniikkaan, 
ellei siihen ole todellakin kunnon tarvetta. Tässä tapauksessa riskit ovat kuitenkin pienem-
mät, jos ajatellaan vanhanaikaista mallia, jossa sovellukset ja IT-järjestelmät ajettiin talon si-
säisesti. Suurin muutos menneeseen malliin verrattuna on se, että isojen sovellusten, kuten 
vaikkapa asiakashallintaohjelmistot, ovat olleet suuritöisiä toteuttaa. Nämä ovat tarvinneet 
liudan IT-henkilöstöä ensinnäkin pystyttämään tarvittavan ympäristön, asentamaan tarvitta-
vat sovellukset ja työkalut, sekä huolehdittava loppujen lopuksi, että kaikki sujuu niin kuin 
pitää. Myös ongelmatilanteisiin on täytynyt reagoida hyvin nopeasti, jotta muu toiminta ei 
siitä kärsisi. (Microsoft Corporation, 2006). 
Yritykset voivat kartoittaa organisaationsa SaaS-valmiutta monella tavalla. Pöydälle on tuota-
va mahdollisimman yksityiskohtaisesti varsinkin yrityksen tarpeet sekä odotukset uuden tek-
niikan omaksumisesta. Siirtymävalmiutta voitaisiin arvioida esimerkiksi tavalla, jossa arvioita-
vina asioina olisivat lisensointi, sijainti sekä hallinta. Kuten on selvää, perinteisessä mallissa, 
jossa kaikki IT-asiat hoidetaan paikallisesti talon sisäisesti, nämä kolme kohtaa ovat melko 
selvät. Organisaation käyttämät ohjelmistot tässä tapauksessa ovat yleisesti ottaen lisensointi 
kerta-lisenssillä, joka tarkoittaa sitä, että kun se on kerran maksettu, se on yrityksen oma. 
Palvelun sijainti on tietenkin yrityksen sisällä, mahdollisesti jossain pienessä konehuoneessa 
19 
 
tai vastaavassa. Hallinta taas on yrityksen oman IT-väen vastuulla. Kuva 6 hahmottaa tätä 
kolmivaiheista arviointitapaa. 
 
Kuva 6. Kuvastaa kolmivaiheista arviointitapaa SaaS-siirtovalmiudelle. © Microsoft Corpora-
tion 2006. 
Tällaista mallia hyväksikäyttäen yritykset voivat yksinkertaisella tavalla arvioida mahdollisia 
valmiuksiaan siirtyä käyttämään SaaS-mallin ratkaisuja. Vastuuhenkilöt voivat esimerkiksi 
suorittaa arviointia niin, että valitsevat jokaiselta riviltä heille parhaiten sopivan vaihtoehdon. 
Jos valinnat keskittyvät oikean reunan vaihtoehtoihin, voi yrityksellä olla aihetta miettiä SaaS-
ratkaisuja tarkemmin. Jokaiseen näistä valinnasta voi vaikuttaa moni tekijä. Näitä voivat olla 
muun muassa poliittiset asianhaarat. Joku voi esimerkiksi yrityksen sisällä vastustaa muutosta 
ja haluaa pitää tietyt toiminnot paikallisina. Tekniset yksityiskohdat voivat myös muodostua 
kynnyskysymykseksi. Jos kyseessä on vaikkapa jokin vähän raskaampi SaaS-sovellus, on otet-
tava huomioon, että datan määrä, joka siirtyy SaaS-sovellukseen sekä sieltä takaisin yrityk-
seen, on huomattava ja tässä kohtaa on otettava verkon vaatimukset huomioon. Rahallinen 
näkökulma on myös yksi vaikuttava tekijä. Esimerkiksi, jos mahdollisia asiakkaita on pie-
nempi määrä, voi olla järkevää miettiä paikallista sovellusratkaisua, joka tulee pitkässä juok-
sussa halvemmaksi. Viimeinen kynnyskysymys voi olla lailliset tekijät. Esimerkiksi jossain 
päin maailmaa voi olla erilaiset säädökset siitä, kuinka hyvin raportointi ja tietojen arkistointi 
täytyy hoitaa. Tästä voi muodostua ongelma, jos SaaS-palveluntarjoaja ei pysty täyttämään 
näitä edellytyksiä. (Microsoft Corporation, 2006). 
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4.2  PaaS – Platform as a Service 
Nykypäivänä yhä suuremmalla osalla ihmisistä alkaa olla jonkinlainen käsitys siitä, mitä pilvi-
teknologia oikein tarkoittaa. Siinä vaiheessa homma voi kuitenkin mennä hieman epäselväksi 
ja hankalaksi kun aletaan ruotimaan pilviteknologian eri tyyppejä. Jopa IT-alalla olevilla ihmi-
sillä voi olla hankaluuksia, kun mietitään mitä Software as a Service, Platform as a Service ja 
Infrastructure as a Service oikein tarkoittaa. Kuten aiemmin on tullut todettua, Software as a 
Service tarkoittaa käytännössä sovelluksen erilaista jakelutapaa, tässä tapauksessa sitä tarjo-
taan internetin yli, ilman että käyttäjän tarvitsee itselleen mitään asentaa. IaaS-malli taas tar-
koittaa sitä, että käyttäjälle tarjotaan virtuaalikoneita ja säilytystilaa kätevällä mukautuvuudel-
la, tarpeiden mukaan siis. Mutta mitä sitten PaaS-malli oikein tarkoittaa? Platform as a Servi-
ce on käytännössä sovelluskehittäjille tarkoitettu alusta, jolla he voivat kirjoittaa, testata, ajaa 
ja julkaista sovelluksiaan, ilman, että heidän täytyy itse satsata minkäänlaiseen IT-
ympäristöön. Kaikki PaaS-palvelinten käyttöönotot, huollot ja päivitykset tapahtuvat taustal-
le ja nämä toimet ovat käyttäjille näkymättömiä. (InfoWorld, 2/12/2013). 
Tilanne, jossa sovelluksia kehitetään ajettaviksi pilvessä virtuaalikoneilla, voi muistuttaa hy-
vinkin paljon IaaS-tekniikkaa. PaaS-ratkaisujen ylläpitäjät huolehtivat asioista, joista sovellus-
kehittäjät eivät haluaisi päätään vaivata, kuten virtualisointikerroksesta, laskutehosta sekä säi-
lytystilasta. PaaS-ratkaisut toimivat IaaS-tekniikan päällä ja kaikki nämä asiat hoituvat auto-
maattisesti taustalla. PaaS-tekniikan takana oleva middleware erityistä ohjelmistokerrosta, 
joka tarjoaa kehittäjille hyvinkin käyttökelpoisia ominaisuuksia. Tähän kuuluu esimerkiksi 
klusterointi ja turvallisuus. Näiden ansiosta sovelluskehittäjien ei tarvitse joka kerta erikseen 
ratkoa noita tilanteita, koska middleware tarjoaa ne valmiiksi. PaaS käytännössä käsittää mid-
dleware-tekniikkaa, sekä antaa nämä hyödylliset ominaisuudet sovelluskehittäjien käyttöön. 
Tämän lisäksi se vielä käsittää tiettyjä hallinnallisia aspekteja jotka on yleensä ollut erityisten 
IT-tiimien käsissä. (InfoWorld, 2/12/2013). 
Tämän hetken ehkä neljä suurinta PaaS-toimijaa ovat IBM, Oracle, VMware sekä Red Hat. 
Kaikki nämä tajuavat että markkinat ovat menossa yhä enemmän pilven suuntaan, mutta 
siellä ei näiden vahvuus piile, vaan se piilee yksityisissä datakeskuksissa. Tällä hetkellä, 
VMware on tehnyt hyvin rohkean lähestymisen pilveä kohti Cloud Foundryn kanssa. Tällä 
yrityksellä on takanaan historia, jossa heidän ohjelmistonsa ovat suljettuja ja yksityisiä, mutta 
pilveen ja PaaS-tekniikkaan siirtyessään he tekivät siitä avoimen lähdekoodin ratkaisun. Kai-
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killa muilla isoilla toimijoilla ei kuitenkaan mene ihan samalla lailla kuin VMwarella. Red Hat 
keskittyy datakeskuksien mahdollisuuksiin tekemällä OpenShiftistä yksityisen. Jotkut alaa ja 
tekniikkaa seuraavat saattavat ajatella, että miten Microsoft sitten sopii tähän kuvaan. Mic-
rosoftilla on ollut aluksi hieman ongelmia omaksuessaan PaaS-tekniikkaa käyttöön. Tämä 
näkyy siitä, että Microsoftin pilvialustan Azuren aivan ensimmäiset versiot olivat käytännössä 
enemmän IaaS-, kuin PaaS-tekniikkaa. Kuitenkin, Microsoft on siinä oikeassa että yritykset 
eivät ole pelkästään Windows-asiakkaita, ja tämä näkyy esimerkiksi Azuren Linux-tuessa. (In-
foWorld, 2/12/2013). 
Jos ajatellaan jotakin markkinoilla olevaa tunnettua ja suurta PaaS-toimijaa, mieleen voi tulla 
Microsoft ja tuote nimeltä Azure. Ihan ensimmäiseksi voitaisiin esittää kysymys, että mikä se 
Azure oikeastaan on ja mitä se pitää sisällään. Kuva 7 havainnollistaa mitä Azure oikein on. 
 
Kuva 7. Havainnollistaa mitä Microsoftin Azure tarkoittaa. © Microsoft Corp.  
 Yksinkertaisuudessaan ja lyhykäisyydessään Azure on Microsoftin tarjoama pilvipalvelualus-
ta. Se sisältää kokoajan kasvavan määrän toisiinsa integroituja palveluita: laskentateho, säily-
tystila, verkotus sekä sovellukset. Näiden avulla asiakkaat voivat tehdä asiansa nopeammin, 
säästää rahaa sekä saavuttaa enemmän. Näiden ominaisuuksien lisäksi Azure on hyvin moni-
puolinen tuote. Se nimittäin tarjoaa asiakkailleen käyttöön sekä Paas-, että IaaS-tekniikan 
mahdollisuudet. Azuren avulla sovelluskehittäjät voivat rakentaa ja testata sovelluksiaan hy-
vin tehokkaassa ja muokattavissa olevassa ympäristössä. Se myös mahdollistaa täysin virtuaa-
listen ympäristöjen ajamisen. Azuren valttikortteihin kuuluu myös se, ettei se ole enää raudan 
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lujasti rajattu joko julkiseen tai yksityiseen pilveen. Se helpottaa sovellusten rakentamisen, 
joita voidaan sitten käyttää sekä talon sisäisesti että pilvestä käsin. (Microsoft Corporation, 
Azure, 2015). 
Nykymarkkinoilla, kun on käytössä monia eri käyttöjärjestelmiä ja ohjelmointikieliä, on tär-
keää pilvipalveluiden tuottajien näkökulmasta, että he pystyvät vastaamaan tähän tilanteeseen 
ja tarjoavat asiakkailleen mahdollisimman alustasta ja kielestä riippumattomia palveluita. Mic-
rosoftin Azure-alusta on tässä suhteessa hyvässä asemassa, sillä se hyvin avoin ja joustava 
palvelu. Azure nimittäin tukee mitä tahansa käyttöjärjestelmää, ohjelmointikieltä, työkaluja 
sekä rajapintaa, Windowsista Linuxiin, SQL Serveristä Oracleen sekä C#:sta Javaan. Tämän 
kaltaisen mukautuvuuden ansiosta kehittäjät pystyvät rakentamaan sovelluksia, jotka ovat 
toimivia millä tahansa laitteella. Tämä on hyvin tärkeää, sillä nykyaikana kaikenlaiset mobiili-
laitteet varsinkin eivät käytä yhtä tiettyä käyttöjärjestelmää tai ohjelmointikieltä. Tällä tavalla 
siis saavutetaan mahdollisimman suuri kohdeyleisö ja saadaan yritykselle näkyvyyttä. (Mic-
rosoft Corporation, Azure, 2015). 
Pilvipalveluille on ensiarvoisen tärkeää pysyä mahdollisimman paljon käytössä, varsinkin jos 
asiakkaat käyttävät niitä käsitelläkseen hyvinkin tärkeitä tietoja. Tämä pätee varsinkin siinä 
tilanteessa, jos yritykset käyttävät pilvipalveluita pääsääntöisesti. Azure vastaa tähän tilantee-
seen tarjoamalla asiakkailleen käyttöön saman toimivan ja järeän ympäristön, mitä käyttävät 
myös Skype, Office 365, Bing sekä pelipalveluihin liittyvä Xbox. Azure tarjoaa 99.95 % Ser-
vice Level Agreement-sopimuksen, joka takaa palvelun olevan siis käytössä 99,95-
prosenttisesti. Tietenkin, virhetilanteisiin ei aina voida täysin varautua, koska nykyajan tieto-
turvarikollisilla voi olla erittäin paljon laskentatehoa takanaan, ja näin ollen he voivat aiheut-
taa merkittäviäkin haittoja, jopa suuremmille pilvipalvelun tuottajille. Tämän SLA-
sopimuksen lisäksi palvelulla on 24/7 tekninen tuki saatavilla sekä tietenkin ympärivuoro-
kautinen järjestelmän kunnon monitorointi. Tämän avulla palvelun ylläpitäjät saavat mahdol-
lisista ongelmatilanteista tiedon reaaliajassa, ja he voivat reagoida näihin hyvinkin nopeasti 
eikä käyttäjille koidu siis suurta haittaa. (Microsoft Corporation, Azure, 2015). 
Pilvipalveluiden eräs näppärä ominaisuus on niiden skaalautuvuus. Asiakkaat voivat helposti 
esimerkiksi ottaa palvelusta enemmän resursseja ja ominaisuuksia tarvittaessa käyttöönsä. 
Tällainen tilanne voi olla edessä, jos vaikkapa organisaation sisällä kaavaillaan liiketoiminnan 
laajennuksia. Tässä tapauksessa Microsoftin Azure ei ole mikään poikkeus. Se mukautuu erit-
täin vaivattomasti tarpeen mukaan joko pienemmäksi tai sitten taas suuremmaksi. Asiakkaille 
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on tärkeää pitää kulut mahdollisimman pieninä ja tällä tavoin he maksavat vain siitä mitä 
käyttävät. Azure on omistautunut tarjoamaan kilpailukykyisiä hintoja kaikille tärkeille palve-
luille kuten laskentateholle, säilytystilalle sekä verkkokaistalle. Tämä yhdistettynä per-
minuutti-laskutukseen käytön mukaan tarkoittaa sitä että asiakkaat saavat aina parasta mah-
dollista hintaa suorituskyvystä. Azuren saatavuuden puolesta puhuu myös se fakta, että sitä 
ajetaan kasvavasta, globaalista Microsoftin hallussa olevasta datakeskuksien verkosta. Näitä 
datakeskuksia on jopa 19 eri maassa. Tämän ansiosta asiakkaille on aina tarjolla mahdolli-
simman hyvää suorituskykyä koska heidän käyttämät palvelut ovat maantieteellisesti heitä 
mahdollisimman lähellä ja tämä taas tarkoittaa lyhyempiä vasteaikoja. (Microsoft Corporati-
on, Azure, 2015). 
Azuren tarjoamat ominaisuudet ovat kiehtovat ja moninaiset. Varsinkin organisaatiot, jotka 
kehittävät isoja sovelluksia ja tarvitsevat niiden testaamiseen ja ajamiseen erityistä infrastruk-
tuuria, sellaisen rakentaminen on mahdollista Azuren avulla. Windows- ja Linux-pohjaisten 
virtuaalikoneiden luonti ja käyttöönotto tapahtuu minuuteissa, joten työskentely on nopeaa. 
Käyttäjät voivat käyttää samoja virtuaalikoneita sekä työkaluja Azuressa ja talon sisällä. Ny-
kyisille pk-yrityksille voi olla hyvinkin tärkeää, että he voivat skaalata IT-ympäristönsä len-
nosta, koska nykymarkkinoilla liiketoiminnan pienentäminen tai kasvattaminen täytyy voida 
tehdä nopeasti, jotta se olisi toiminnalle kannattavaa. Tästä syystä Azuren avulla vain minuu-
teissa voidaan skaalata yhdestä jopa tuhanteen virtuaalikonetta käyttöön. Näihin sisältyy in-
tegroitu virtuaaliverkko sekä verkkokuorman tasaaja. Mahdollisesti tuottavuutta parantavina 
toiminnallisuuksina voidaan katsoa olevan se, että tuettuina on monia eri tietokantaratkaisuja, 
kuten esimerkiksi MySQL tai Oracle. (Microsoft, Azure-kotisivu, 2015). 
Virtuaalisten infrastruktuurien lisäksi Microsoft Azure antaa käyttäjilleen mahdollisuudet ra-
kentaa mitä moninaisempia sovelluksia, jotka hyödyntävät nykyaikaisia pilviominaisuuksia. 
Esimerkkejä kohdealustoiksi näille moderneille sovelluksille on Microsoftin oma Windows, 
Applen iOS sekä Googlen Android-käyttöjärjestelmä. Nämä sovellukset voivat hyödyntää 
uusimpia pilviteknologian tuomia mahdollisuuksia, kuten web-, mobiili-, media- sekä liike-
toimintaominaisuuksia. Tällainen tilanne on erilaisille pk-yrityksille erinomainen, koska he 
voivat täten kirjoittaa heidän liiketoimintaansa mukautuvia sovelluksia. Kuten Azuren infra-
struktuuri-puolella, myös sovelluksissa tuetaan lennosta skaalautuvuutta ylös sekä alas. Kuten 
varmaan jokainen vähänkään sovelluskehitysalalla oleva tietää, olisi suotavaa olla käytössä 
jonkinlainen testiympäristö omien sovellusten kirjoittamiseen, testaamiseen sekä ajamiseen. 
Tämä siitä syystä, koska ei-valmiiden sovellusten ajaminen tuotantoympäristössä voi olla hy-
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vinkin riskialtista siitä syystä, koska kehitysvaiheessa sovelluksista löytyy virheitä, jotka pa-
himmassa tapauksessa voivat aiheuttaa suuriakin häiriöitä järjestelmässä. Azuren avulla kehit-
täjät saavat vaivattomasti itselleen pilvipohjaisen testiympäristön käyttöön missä sovellusten 
luonti ja testaus on turvallista. (Microsoft, Azure-Dev-Test, 2015). 
4.3  IaaS – Infrastructure as a Service 
Kuten aiemmin on tullut todetuksi, IaaS on yksi kolmesta merkittävimmästä pilvipalvelutyy-
pistä, SaaS-tyypin sekä PaaS-tyypin lisäksi. Kuten yleisestikin ottaen, kun kyse on pilvipalve-
luista, IaaS-ratkaisut antavat käyttäjilleen pääsyn virtualisoituun ympäristöön, toiselta nimel-
tään yksinkertaisesti ”pilvi”. Yhteys pilviympäristöihin otetaan yleensä julkisella yhteydellä, eli 
internetin ylitse. Puhuttaessa IaaS-tyypin ratkaisuista, käyttäjille on tarjolla kokonainen virtu-
alisoitu IT-infrastruktuuri, kuten nimestä voi päätellä. Tähän kuuluu siis virtuaalista säilytysti-
laa palvelimelta, tarvittavat verkkoyhteydet, laitteiden IP-osoitteet sekä kuormantasaajat. Fyy-
sisesti ajateltuna, virtuaaliselle infrastruktuurille allokoitavat resurssit tulevat käytännössä 
monesta eri fyysisestä palvelimesta, joita on voitu sijoittaa eri datakeskuksiin. Loppukäyttäjäl-
le tämä kaikki näkyy erinäisinä virtualisoituina komponentteina, joiden avulla he voivat sitten 
rakentaa itselleen halutunlaisen ympäristön. Tämä käy selväksi kuvasta 8. 
 
Kuva 8. Perus hahmotelma, mitä IaaS-tyyppi tarkoittaa. © 2014, Tiwari, Rajeev, Streaming 
Media and RTOS. 
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Kuten kuva 8 osoittaa, IaaS käsittää siis melkeinpä täydellisen IT-ympäristön palveluntarjo-
ajan palvelimelta/palvelimilta. Myös käyttöön tarjottujen resurssien lisäksi palveluntarjoajan 
vastuulla ovat esimerkiksi sellaiset tehtävät, kuten järjestelmän huoltotoimenpiteet, kestä-
vyys-suunnitelmat sekä datan varmuuskopiointi. Nämä toimenpiteet ovat loppukäyttäjälle 
siis näkymättömiä eikä heidän tarvitse vaivata niillä päätään. Kuitenkin, kuten Rajeev Tiwari 
kirjoittaa blogissaan, käyttäjien tulisi valvoa IaaS-palveluaan erittäin huolellisesti sen varalta, 
etteivät he vahingossakaan maksa resursseista, joita ei ole käytössä. (Streaming Media and 
RTOS, 2014). 
Yhteisiä puolia näillä kolmella suurimmalla pilvipalvelutyypillä on se, että näillä kaikilla on 
mahdollista yrityskäyttäjien rakentaa helposti mukautuvia sekä kustannustehokkaita virtuali-
soituja IT-ratkaisuja eri käyttötarpeisiin. Näiden ratkaisujen positiivinen puoli yrityskäyttäjän 
kannalta, varsinkin jos yritys on pienempi, eikä resursseja ole omasta takaa, on se, että pilvi-
palvelun tuottaja vastaa kaikista kuluista ja laitteistoista jotka liittyvät kyseisen palvelun käyt-
töön. Kuluttajan ei tarvitse näistä siis huolehtia, vaan he voivat keskittyä rauhassa oman kus-
tomoidun ympäristönsä käyttöön. Mukautuvuus on tässäkin ratkaisumallissa erinomainen 
asia, sillä käyttäjien ei tarvitse itse sijoittaa rahaa ja resurssejaan ympäristönsä laajentamiseen 
vaan he voivat allokoida palveluntarjoajalta tarvittavat määrät tehoja. Taas siinä tapauksessa, 
jos tarve vaatii, ettei yritys tarvitsekaan enää niin laajoja pilviresursseja, mitä heillä on jo tähän 
mennessä ollut käytössä, he voivat aivan yhtä helposti pudottaa niitä resursseja pois, mitä he 
eivät tarvitse. Tässä tapauksessa siis käyttäjä maksaa vain ja ainoastaan siitä, mitä milläkin 
hetkellä tarvitsee. (Interoute, 2013). 
IaaS-tyypillä on moninaisia eri käyttömahdollisuuksia. Ajatellaan esimerkiksi yritystä, joka 
haluaisi itselleen vaikkapa oman yksityisen pilviympäristön, joka käyttää jaettuja resursseja ja 
mihin yritys voi vaikkapa säilyttää dataa mitä jokapäiväiseen toimintaan tarvitsee. Tämä siis 
onnistuu IaaS-tyypin ratkaisuilla. Tämä skenaario ei tietenkään kaikille yrityksille sovi, varsin-
kin pienemmille pk-yrityksille. On kuitenkin hyvä tietää näistä mahdollisuuksista, jos tulevai-
suudessa yrityksellä on visiota lähteä laajentamaan toimintaansa. Toinen eräs hyvä IaaS-
mallin käytännön sovellus on nettisivujen pyörittäminen virtuaalisesta ympäristöstä. Hyöty 
tästä on se, koska yleisesti ottaen nykyiset pilviympäristöt ajetaan hajautetuilta palvelimilta 
ympäri maailmaa sijaitsevia datakeskuksia, nämä nettisivut ovat paljon kestävämpiä esimer-
kiksi korkealle nettiliikenteelle tai vaikkapa tietoturvahyökkäyksille. Tämä siksi, koska jos 
vaikka yksi palvelin kaatuisi jonkin vian seurauksena, käytössä on vielä muita käyttöön allo-
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koituja palvelimia, eikä palvelun käytössä pitäisi ilmetä suurempia ongelmia. (Interoute, 
2013). 
Infrastructure as a Service-ratkaisun hyödyt ovat melko lailla samat kuin kahdella muulla 
merkittävämmällä pilvipalvelutyypillä. Näihin voidaan luetella palveluiden skaalautuvuus, jo-
ka tuli jo aiemmin mainittua. Palvelun mukautuvuus tilanteen ja käytön mukaan, ja varsinkin 
siihen reagointi nopeasti on pilvipalveluiden ehdoton valtti. Tällä tavoin mitään resursseja ei 
mene hukkaan eikä yritys myöskään maksa turhasta, vaan toiminta saadaan mahdollisimman 
kustannustehokkaaksi. Skaalautuvuuden sekä kustannustehokkuuden lisäksi hyötyä saadaan 
myös sillä, että palveluun pääsee käsiksi miltei mistä tahansa, kunhan vain nettiyhteys löytyy. 
Tämä on erittäin tärkeää nykypäivän työelämässä, mikä vain korostuu sillä koska niin suuri 
osa toiminnoista voi olla mobiiliratkaisuja. Pilvipalveluiden kuluttajat hyötyvät ehdottomasti 
fyysisten datakeskusten turvallisuudesta. Pääsy niihin on hyvin rajoitettua, sekä palvelimien 
toiminta on myös peilattu moneen eri paikkaan, joten palvelun toimivuus on turvassa. Vii-
meisenä hyötykohtana mainittakoon jo aiemmin esiin tullut seikka, eli se, kun nämä palvelut 
ovat ennakoidusti rakennettu niin, että ne sisältävät yhteyksissään monia eri solmukohtia, 
sekä käyttävät monia eri datakeskuksia, niiden alttius käyttökatkoille on huomattavasti pie-
nempi. Tällä tavoin voidaan turvata palvelun asiakkaille mutkatonta käyttökokemusta, sekä 
voidaan myös reagoida virhetilanteisiin ilman, että palvelua pitäisi ajaa alas. (Interoute, 2013). 
IaaS-tuotteita on markkinoilla monia hyviä jotka soveltuvat hyvin moniin eri tarkoituksiin. 
Yksi ehkä merkittävimmistä tuotteista tässä mallissa, on jo aiemmin esiin tullut PaaS-mallin 
tuote, Microsoftin Azure. Se tarjoaa esimerkiksi sovelluskehittäjille kätevän ja turvallisen 
alustan sovellusten testaamiseen ja kehittämiseen ilman sitä riskiä, että se jotenkin sotkisi 
muita kriittisiä järjestelmiä. Googlella on Azurea hieman vastaava palvelu, nimeltään Google 
Compute Engine. Se kuuluu Googlen Cloud Platform-tuoteperheeseen, joka tarjoaa erinäisiä 
pilvipalvelumahdollisuuksia erilaisille yrityksille. Google Compute Enginen käyttöidea on 
hyvin yksinkertainen ja se on myös samankaltainen kuin Microsoftin Azure: se antaa käyttä-
jälleen mahdollisuuden luoda helposti ja vaivattomasti virtuaalikoneita Googlen pilvijärjes-
telmään erilaisilla konfiguraatioilla. Näiden työkalujen avulla IT-yritykset voivat turvallisesti 
ajaa sovelluksiaan sekä virtuaalikoneitaan Googlen järeässä IT-järjestelmässä. Yrityskäyttäjille 
voi olla tärkeää, että he voivat tarvittaessa käyttämään muitakin kuin pelkkiä Windows-
pohjaisia virtuaalikoneita. Googlen Compute Enginellä onnistuu myös x86- sekä x64-
pohjaisten Linux-virtuaalikoneiden luonti helposti. Kuten myös muissakin vastaavissa pilvi-
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palveluissa, tässäkään tapauksessa käyttäjän ei tarvitse maksaa mistään muusta, kuin mitä hän 
sillä hetkellä tarvitsee. (Google Cloud Platform-sivut, 2015) 
Compute Enginen ominaisuudet ovat hyvin kattavat. Käyttäjät voivat hyötyä jatkuvasti hy-
vän suorituskyvyn omaavista virtuaalisista koneinstansseista, joita pidetään myös turvallisena 
ja luotettavana. Näihin kuuluu erinäisiä Linux-jakeluiden koneita, kuten esimerkiksi Debian 
ja CentOS. Valittavana on pienempiä, mikro-instansseja, sekä paljon isompia virtuaali-
koneinstansseja. Yrityksen toiminnan kannalta olisi tärkeää, että IT-ympäristöissä olevat ko-
neet pystyisivät mahdollisimman hyvin olemaan yhteydessä myös muualla sijaitsevien konei-
den kanssa. Pk-yritysten työntekijät voivat tässä suhteessa hyödyntää Googlen globaalia 
verkkoa. Virtuaalikoneista on mahdollista luoda suuria koneklustereita, jotka hyötyvät kor-
kealaatuisesta sekä jatkuvasta koneesta toiseen kulkevasta tietoliikenteestä. Google tarjoaa 
tähän tarkoitukseen asiakkailleen yksityisen, kuitupohjaisen yhteyden. Yritysasiakkaiden ei 
tarvitse huolehtia liikamaksuista, käyttäessään Googlen Cloud Platformia. Kuten muissakin 
suurissa tuotteissa on tapana, palveluntarjoaja laskuttaa niistä ominaisuuksista ja palveluista, 
mitä kulloinkin on käytössä. Isoille käyttöerille on hyötyä siinä mielessä, sillä näistä Google 
antaa alennettua hintaa automaattisesti. (Google Cloud Platform, 2015) 
Kun on kyse suurista palveluista, joilla on mahdollisesti hyvinkin paljon käyttäjiä, jopa eri 
puolilla maailmaa, on ensiarvoisen tärkeää, että palvelun laatu ja toimivuus saataisiin mahdol-
lisimman hyvälle tasolle. Käyttäjien ei pitäisi joutua miettimään toimiikohan tämä palvelu 
miten hyvin ja milloinkohan tämä kaatuu. Googlella on käytössään globaali kuormituksen 
tasapainotus-teknologia, joka takaa palvelun sujuvan toimivuuden. Tämä toimii niin, että se 
auttaa jakamaan palveluun tulevat yhteyspyynnöt eri instanssien kesken ympäri maailman, 
joten tietty solmukohta ei ruuhkaudu, vaan yritykset voivat saavuttaa maksimaalisen suori-
tyskyvyn sekä saatavuuden pienimpään mahdolliseen hintaan. Virtuaalikoneiden provisiointi 
käy Googlen tekniikoilla näppärästi. Käyttäjät voivat hyötyä sellaisista työkaluista kuten esi-
merkiksi RESTful API, komentokehote-käyttöliittymä sekä verkkopohjainen-konsoli. 
RightScale- ja Scalr-työkaluilla taas onnistuu automaattinen hallinta koneiden luontiin. Tur-
vallisuus on ehdottoman tärkeä asia, varsinkin kun mahdollisesti arkaluontoista dataa käsitel-
lään verkossa. Tästä syystä Google tarjoaa yritysasiakkailleen erinomaiset turvaominaisuudet. 
Kaikki data, mikä tallennetaan pysyvälle tallennustilalle Compute Engine-ympäristössä, on 
kryptattu lennossa, ja sen jälkeen se siirretään ja säilötään myöskin salatussa muodossa. Tur-
vallisuudesta Googlella on antaa takeita, sillä Google Compute Engine on saanut sellaiset 
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tietoturvasertifikaatit kuin: ISO 27001, SSAE-16, SOC 1, SOC 2 ja SOC 3. (Google Cloud 
Platform, 2015) 
Googlen Compute Enginen hinnoittelu seuraa melko lailla samaa kaavaa, kuten markkinoilla 
olevat kilpailijansa. Tässä palvelussa laskutus menee peruskaavaltaan niin, että jokaisen kone-
tyypin käytöstä laskutetaan 10-minuuteittain. Esimerkiksi, jos yritys käyttää jotakin tiettyä 
koneinstanssia vaikkapa kahden minuutin ajan, heitä laskutetaan kymmenen minuutin käy-
töstä. Tämän jälkeen, instansseja laskutetaan yhden minuutin kasvuerissä, joka pyöristetään 
lähimpään minuuttiin. Tämä tarkoittaa sitä, että instanssi, joka on ollut käytössä 11,25 mi-
nuuttia, laskutetaan 12 minuutin käytön mukaan. Kuvasta 9 nähdään kuinka Googlen Com-
pute Enginessä laskutus tapahtuu eri instanssityypeissä suoritinytimen lukumäärän mukaan. 
 
Kuva 9. Google Compute Enginen hinnasto eri instanssityypeittäin per suorinydin. © 2014, 
TechCrunch.com. 
Tähän kuvan hintavertailuun on otettu mukaan muutamia erilaisia instanssityyppejä. Esimer-
kiksi standardityypin ja korkeaa muistimäärää käyttävän tyypin välillä on hienoinen ero, kun 
standardista laskutetaan 0,104 dollaria per suoritinydin, kun taas korkean muistimäärän in-
stanssin hinta on 0,122 dollaria per suoritinydin. Tässä on myös havaittavissa eroja, kun ver-
taillaan Amerikan hintoja Euroopaan vastaaviin. Esimerkiksi standardi instanssi per suori-
tinydin on Amerikassa 0,104 dollaria kun taas Euroopassa vastaava hinta on 0,114 dollaria. 
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Tämä on selitettävissä euron ja dollarin välisellä valuuttakurssilla. Kuitenkin loppujen lopuk-
si, hinnat ovat puolin ja toisin hyvin samankaltaisella tasolla. (TechCrunch.com, 2014) 
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5  MICROSOFT OFFICE 365 FOR BUSINESS 
Nykyiset pk-yritykset voivat hyödyntää erinomaisia pilvipohjaisia IT-palveluita tämän päivän 
markkinoilla. Tämän päivän yritykset, jopa, pk-yritykset, voivat vaatia toiminnaltaan tiettyä 
mobiilimahdollisuutta johon IT-palvelujen olisi hyvä vastata. Tänä päivänä esimerkiksi mo-
net yritykset voivat käyttää etätyövoimaa, jolloin olisi hyvä olla käytössä asiaan sopivat palve-
lut. Microsoftilla on tarjottavanaan yrityksille suunnattu, pilvipohjainen versio tutusta toimis-
to-ohjelmistopaketista, Officesta. Tämä palvelu on nimeltään Microsoft Office 365 for Bu-
siness. Yritykset, jotka ovat mahdollisesti käyttäneet joitakin aiempia Officen versioita, on 
tämä heille tuttu. Se tarjoaa sovellukset esimerkiksi tehokkaaseen tekstinkäsittelyyn, tauluk-
kolaskentaan tai vaikkapa ammattimaisten diaesitysten tekoon. Office 365-tuotepaketti tarjo-
aa kuitenkin lisäominaisuuksia käyttäjilleen näiden tuttujen toimisto-ohjelmien lisäksi. Pake-
tista löytyy esimerkiksi yritystasoinen sähköpostiratkaisu. Käytännössä tämä tarkoittaa sitä, 
että Office 365 reaaliaikaisesti osaa synkronoida sähköpostit, yhteystiedot sekä kalenterit kai-
kissa käytössä olevissa laitteissa. Kuva 10 havainnollistaa kuinka esimerkiksi sähköpostin 
käyttö eri laitteiden kanssa onnistuu luontevasti. 
 
Kuva 10. Sähköpostin synkronointi laitteiden välillä Office 365:ssa. © 2015, Microsoft. 
Kuvasta 10 nähdään tilanne, jossa pk-yrityksen työntekijä voi ihan hyvin olla. Työntekijä voi 
vaikkapa matkustella paljon yrityksen seminaareissa tai muuten vain työmatkoilla. Siellä voi 
olla ensiarvoisen tärkeää pystyä lukemaan työsähköpostia tärkeiden viestien varalta. Office 
365:n sähköpostiominaisuuksien avulla se sujuu vaivattomasti. Kuten kuvasta käy ilmi, kaikki 
sähköpostiviestit synkronoituvat automaattisesti kaikkien yhteensopivien laitteiden kanssa. 
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Täten, työntekijä voi lukea sekä lähettää sähköpostia helposti älypuhelimellansa. (Microsoft, 
2015) 
Kuten aiemmin on tullut mainittua, nykypäivän yritysten työntekijät voivat olla hyvinkin liik-
kuvaa sorttia. Myös voi olla tapauksia, jossa pk-yrityksellä voi olla toimipisteitä eri paikoissa. 
Yhteydenpito, varsinkin kokousmielessä voi olla hankalaa, jos siihen ei ole käytössä kunnolli-
sia työkaluja. Nykyisissä toimisto-ohjelmistopaketeissa, kuten Office 365-ratkaisussa, on vas-
taus tähän tilanteeseen. Officen pilvituotepaketissa on yhteydenpitoa helpottavia ominai-
suuksia. Kuten jo sähköpostipuolella tuli ilmi, Office 365 mahdollistaa palvelun käytön mo-
nilla eri laitteilla sekä tiedon jakamisen niiden välillä. Nykypäivinä yritykset voivat käyttää pal-
jon hyödykseen videokokouksia, ja se onnistuu myös Office 365-tuotepaketilla vaivattomas-
ti. Yrityksen työntekijät voivat olla yhteydessä videon välityksellä pidettävään palave-
riin/kokoukseen vaikkapa älypuhelimellaan tai tabletillaan. Tämä mahdollistaa sen, että he 
voivat käytännössä osallistua mistä ja milloin vain. Tässä on se etu, että työntekijöiltä ei jää 
tärkeitä kokouksia välistä, säästyy aikaa sekä matkakustannuksia mutta myös työnteko tehos-
tuu merkittävästi. Videokokousten järjestäminenkin onnistuu palvelun avulla nopeasti. Työn-
tekijät voivat esimerkiksi sopia ja järjestää videokokouksen ennakkoon ja jakaa sen tiedot 
Office 365-kalenteriominaisuuden kautta muillekin työntekijöille. Käynnissä olevaan verkko-
koukseen liittyminen tapahtuu Outlookin avulla. Vaikka kyseessä olisikin pk-yritys, Office 
365-paketti silti tarjoaa liiketoimintaa huomattavasti helpottavia ominaisuuksia, varsinkin kun 
siitä on tarjolla eri kokoisia tuoteversioita. (Microsoft, Office-365 verkkokokoukset, 2015) 
Tehokkuus ja joustavuus on tärkeitä ominaisuuksia järjestettäessä nykypäiväisiä videokoko-
uksia. Niiden täytyy vastata yrityksen muuttuviin tarpeisiin, eritoten siinä tilanteessa, jos ei 
olla täysin varmoja vaikkapa osallistujien lukumäärästä. Taustalla olevan tekniikan olisi siis 
hyvä tukea suurta osallistujajoukkoa. Pk-yritysten tapauksessa suuresta osallistujamäärästä ei 
välttämättä ole tarvetta, mutta tulevaisuuden kasvunäkymiä ajatellen, ominaisuus on hyvä 
olla olemassa. Office 365 for Business-paketissa on mahdollista järjestää videokokouksia te-
räväpiirtolaadulla. Kokoukseen voi yhtä aikaisesti osallistua jopa 250 henkilöä, minkä ansios-
ta jopa suurempienkin pk-yritysten on mahdollista sisällyttää työntekijänsä kokoukseen. Ku-
va 11 hahmottaa hieman käyttöliittymää, joka liittyy videokokouksiin ja yhteydenpitoon. 
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Kuva 11. Videoyhteydenpitokäyttöliittymä Office 365:ssa. © 2015 Microsoft. 
Kuvasta 11 näkyy, kuinka käyttöliittymä on hyvin samankaltainen kuin Skypessä. Sen lisäksi 
että tässä voi helposti pitää yhteyttä yrityksen muihin työntekijöihin ja järjestää erinäisiä vi-
deokokouksia, myös yhteydenpito Skype-käyttäjiin onnistuu. Tämä esimerkiksi siinä tilan-
teessa, jos halutaan välittömästi ottaa yhteyttä ja lähettää viestiä työtoverille, se onnistuu pi-
kaviestillä. Yrityksen käyttäjät, joilla ei välttämättä sillä hetkellä kun he osallistuvat kokouk-
seen, ole videomahdollisuuksia laitteessaan, näkyvät kokousikkunassa kuvana. Kuitenkin 
niin, että aina kun joku puhuu, käyttöliittymästä käy hyvin selväksi kuka puhuja on. (Mic-
rosoft, Office 365-verkkokokoukset, 2015) 
Tänä päivinä nähdään yhä enemmän ja enemmän yrityksiä, joilla voi olla toimipisteitä eri 
puolilla maata. Tietojen jakaminen eri toimipisteiden kanssa ja tiedon yleinen kulku on orga-
nisaation kannalta olennaista. Esimerkiksi joskus on voitu lähettää pienempiä liitteitä vaikka 
sähköpostin välityksellä. Kuitenkin, kun kuvioissa on nyt niin paljon mobiileja laitteita, joilla 
työntekijät käsittelevät työasioitaan ja tietojaan, olisi hyvä että tietojen jakaminen eri alustojen 
välillä olisi vaivatonta, jotta yrityksen yleinen toiminta pysyisi tehokkaana. Office 365:ssa on 
käteviä tiedostonsiirto- sekä jakamisominaisuuksia, joita yritysten tulisi yrittää hyödyntää 
mahdollisimman hyvin. Jo pitkään markkinoilla ollut, Microsoftin pilvitallennustila, OneDri-
ve, on mukana Office-paketissa. Työntekijät saavat käyttöönsä yhden teratavun verran tal-
lennustilaa Microsoftin pilvestä, ja näin ollen tietojen tallenus, jakaminen ja eritoten synk-
ronointi yhteensopivien laitteiden kanssa onnistuu hyvin. OneDrive-palvelun toiminta-ajatus 
on se, että sitä pystyisi käyttämään mahdollisimman monella eri alustalla ja laitteella. Nor-
maalien PC- ja Mac-tietokoneiden lisäksi yrityksen työntekijät pystyvät halutessaan käyttä-
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mään palvelua myös Android-tabletilla, iPadilla sekä älypuhelimella. Näin työtiedostot ja 
muut tiedot kulkevat aina kätevästi mukana. (Microsoft, Office 365-tiedostojen jakaminen, 
2015) 
OneDrive-palvelu on hyvin monipuolinen, kun hyödyntää sen kattavia ominaisuuksia. Esi-
merkiksi vaikkapa projektitöissä, missä on monta henkilöä sitä työstämässä. OneDriven avul-
la yhtäaikainen työskentely onnistuu tietojen parissa koska dokumentteihin tehtävät päivityk-
set näkyvät reaaliajassa joten tiedostoversio on aina ajantasainen. Voi tulla eteen tilanteita, 
joissa jokin tietty työtiedosto täytyy jakaa yrityksen kesken. Kuitenkin on vain tiettyjä henki-
löitä, joille halutaan pääsy kyseiseen tiedostoon. Dokumentin haltija voi halutessaan määritel-
lä tiedostolle erityiset käyttöoikeudet ja määrittää kuka sitä voi lukea, sekä myös muokata. 
Voi olla vaikkapa tilanne, jossa pk-yrityksen johtoportaalle halutaan jakaa yrityksen tuloksista 
kertovaa tietoa, mutta ei haluta, että muut työntekijät pääsisivät siihen kiinni. Dokumentin 
luojan täytyy siis määrittää tiukat oikeudet niin että vain johtajat pääsevät tiedostoon käsiksi, 
eikä työntekijöille anneta edes lukuoikeuksia. Nämä ominaisuudet säästävät työntekijöiden 
energiaa siinä suhteessa, koska ennen on voitu työstää projektitiedostoja joita on liikuteltu 
edestakaisin sähköpostin välityksellä ryhmän jäsenten kesken. Kuten tästä voi päätellä, on se 
sekamelskaa koska miltei jokaisella voi olla erilainen muokattu versio tiedostosta, ja on vai-
kea sitten hahmotella mitä tarkalleen ottaen kukin on alkuperäiseen tiedostoon muuttanut. 
OneDriven keskitetyn hallinnan ja päivittämisen ansiosta työntekijät voivat vain keskittyä 
tekemään tehtävänsä ja palvelu hoitaa loput. Kaikkien ryhmän jäsenten tekemät muutokset 
siis näkyvät keskitetysti yhdessä ja samassa tiedostossa. (Microsoft, Office 365-tiedostojen 
jakaminen, 2015) 
Suurten pilvipohjaisten palvelujen on pystyttävä takaamaan käyttäjilleen mahdollisimman 
voimakasta suojaa palvelussa käsitellyille tiedoille. Varsinkin, kun kyseessä on yrityskäyttäjiä, 
ja heidän käsittelemänsä tiedot arkaluontoisia, palvelulla on oltava jämerä suojaus. Microsof-
tin Office 365 for Business-palvelun tarjoama suoja tiedoille on hyvin voimakas ja täten se 
on suunniteltu noudattamaan Microsoft Security Development Lifecycle-mallia. Tarkemmin 
puhuttaessa näistä erinäisistä tavoista, joilla Microsoft suojaa käyttäjiensä dataa, puhutaan 
palvelussa olevan niin sanottu syvyyssuuntainen suojaus, joka käytännössä tarkoittaa sitä, että 
se takaa fyysiset, loogiset sekä sekä tietokerroksiin perustuvat tietoturvaominaisuudet. Järjes-
telmänvalvojat pystyvät näiden lisäksi yrityksissä parantamaan palvelun suojausta entisestään 
Office 365:n järjestelmänvalvojan hallintatoimintojen avulla. (Microsoft, Office 365-
tietoturva, 2015) 
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Puhuttaessa tarkemmin Office 365 for Businessin tarjoamista tietoturvaominaisuuksista täy-
tyy tarkastella sen eri osa-alueita. Ensimmäisenä tulee fyysinen tietoturva. Aina sijoitettaessa 
tietoja jonkun ulkopuolisen tarjoamaan palveluun, voi nousta yrityksissä huoli, että pysyykö 
meidän tietomme tallessa ja mitä askeleita palveluntarjoaja on ottanut ehkäistäkseen kaiken-
laiset vahingot. Fyysisen tietoturvan osalta Microsoft käyttää ympäri vuorokauden valvotta-
via palvelinkeskuksia. Tällä tavoin voidaan ehkäistä ja estää luvattomien henkilöiden pääsy jo 
muutenkin rajattuun keskukseen, jonne ei oikeastaan ole muilla pääsy kuin niillä, jotka suorit-
tavat fyysisiä huoltotoimenpiteitä eri palvelimille. Microsoft hyödyntää tämän lisäksi niin sa-
nottua Multi-Factor Authentication-palvelua, joka käytännössä tarkoittaa biometristä kulun-
valvontaa. Tällä tavoin voidaan tehostaa edelleen ja tiukkaa keskuksen vartiointia ja sinne 
päästämistä. Verkoissa, joissa käsitellään asiakkaiden henkilökohtaisia tietoja, tulisi olla mah-
dollisimman hyvin suojattu ulkoverkon vaaroilta. Microsoft on lähtenyt hoitamaan tätä puol-
ta erottamalla palvelinkeskuksen sisäverkon ulkoisesta verkosta. Tämän toimenpiteen avulla 
verkon turvallisuutta saadaan parannettua huomattavasti koska ulkopuolisten on niin paljon 
vaikeampi tunkeutua sisäiseen verkkoon ja päästä käsiksi siellä olevaan dataan. Pilvipohjaisen 
Office 365:n käyttäjien ei tarvitse pelätä, että palvelinkeskusten henkilökunta pääsisi helposti 
heidän tietoihinsa käsiksi. Ensinnäkin, palvelun ylläpitäjät nauttivat asiakkaidensa luottamus-
ta, mutta aina voi olla epäilys siitä että henkilökunta silti pääsisi väärinkäyttämään kyseisiä 
tietoja. Microsoft käyttää palvelinkeskuksissaan roolierottelua, jonka ansiosta tietyt asiakas-
tiedot eivät ole sen henkilökunnan saatavilla, jolla olisi fyysinen pääsy tietoihin. Fyysisen tie-
toturvan osalta Microsoft pitää huolen myös siitä, että kun palvelinlaitteisiin tulee vikoja, ne 
demagnetoidaan ja tuhotaan kunnolla, ettei asiakkaiden tarvitse pelätä sitä, että joku ulko-
puolinen taho voisi jotenkin onkia niistä tiedot pihalle. (Microsoft, Office 365-tietoturva, 
2015) 
Fyysisten tietoturvaominaisuuksien lisäksi on aivan yhtä tärkeää miettiä myös loogisen tieto-
turvan puolta. Tällä voidaan tarkoittaa sitä, että ajatellaan aivan loogisia toimenpiteitä, joilla 
voidaan estää jonkinlaista negatiivista vaikutusta järjestelmässä. Esimerkiksi, Microsoft mi-
nimoi Office 365-järjestelmässä erinäisten haittakoodien riskiä sallimalla vain tiettyjen pro-
sessien ajamisen palvelimissaan. Loogisen tietoturvan piiriin kuuluu myös omat uhkien hal-
lintaan keskittyvät tiimit, joiden tehtävä on ennakoida, ehkäistä ja estää järjestelmän haitallista 
käyttöä. Tällaisten toimenpiteiden avulla voidaan parantaa järjestelmän turvallisuutta loogi-
sella tasolla. Fyysisen ja loogisen tietoturvan lisäksi palvelun täytyy pystyä takaamaan turva 
datalle muutenkin. Varsinkin, kun puhutaan niinkin isosta toimijasta kuin Microsoft ja palve-
35 
 
lusta kuin Office 365 for Business, jolla on käyttäjiä ympäri maailman, on erittäin tärkeää, 
että palvelussa on käytössä tehokkaita tiedon suojaus- ja salausmenetelmiä. Kun ajatellaan 
ulkoisen toimijan palvelimelle tallennettua dataa, voi väistämättä tulla mieleen ajatus, että on-
ko se nyt varmasti tallessa? Teoreettisessa tilanteessa, jossa joku ulkopuolinen henkilö pää-
sisikin käsiksi palvelimen tietoihin, täytyisi se data olla salatussa muodossa, koska muutoin 
tietoturvarikollinen voi vaan kopioida tiedot itselleen ja hyödyntää niitä ilman mitään lisävai-
vaa, koska tiedot ovat selkokielisessä muodossa. Mahdollisesti tällaisia tilanteita ehkäistäk-
seen, Microsoftilla on palvelimissaan käytössään tallennetun tiedon salaus, joka yksinkertai-
suudessaan suojaa kaikkea palvelimella olevaa dataa. Säilötyn datan suojaus on ensiarvoisen 
tärkeää, mutta sen lisäksi yhtä tärkeää on suojata data, kun sitä siirretään käyttäjän ja Mic-
rosoftin välillä. Tästä syystä Microsoftilla on palvelussa käytössään liikuteltavan datan 
SSL/TLS-salaus. Tämän avulla datan siirtäminen asiakkaan ja Microsoftin palvelimen välillä 
on luotettavaa ja turvallista. (Microsoft, Office 365-tietoturva, 2015) 
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6  GOOGLE APPS FOR WORK 
Nykyajan yrityksille on tärkeää, että organisaation toiminnot olisivat mahdollisimman suora-
viivaiset sekä sujuvat, että tuottavuus olisi mahdollisimman korkealla tasolla. Erinäisten IT-
työkalujen käyttäminen yrityksessä voi antaa yrityksen jokapäiväiseen toimintaan tarvittavaa 
piristettä ja myös omalta osaltaan ne nopeuttavat ja sujuvoittavat toimintaa. Googlella on 
tarjottavanaan tähän tarkoitukseen oma pilvipohjainen tuotepaketti, Google Apps for Work, 
joka on hyvin samankaltainen Microsoftin vastaavan tuotteen, Office 365 for Businessin 
kanssa. Kuten Officekin, Googlen palvelu tarjoaa asiakkailleen käyttöön esimerkiksi ammat-
timaisen sähköpostin, joka tarkoittaa käytännössä sitä, että yritys voi kustomoida halutessaan 
käyttöön persoonalliset osoitteet muotoa @yritys.com. Käytettävissä on myös 30 gt verkko-
tallennustilaa Googlen Drive-palvelusta, jonne on mahdollista tallentaa miltei mitä vain, jae-
tut kalenterit, videokokoukset sekä muuta. Nykyajan menevällä työntekijälle on tärkeää, ettei 
työnteko lopu, vaikka ei olisikaan fyysisesti työpaikalla. Tämä voi olla vaikkapa siinä tilan-
teessa, jos työntekijä on liikematkalla. Google Appsin avulla työskentely voi jatkua missä ja 
milloin vain. Palvelun käyttö on mahdollista puhelimen, tabletin ja kannettavan avulla, joten 
työtehokkuus lisääntyy tällä tavoin huomattavasti. Kuten Microsoftin tuotteessa, niin myös 
Google tarjoaa asiakkailleen yritystason turvallisuuden sekä hallintatyökalut. (Google, Google 
Apps for Work-etusivu, 2015) 
Oli kyse minkälaisesta IT-palvelusta tahansa, aina niitä hankittaessa tulisi tarkkaan miettiä 
mitä tämä palvelu tuo jokapäiväiseen työskentelyyn ja mitkä ovat sen positiiviset vaikutukset 
ja hyödyt. Varsinkin se, että palvelu tehostaa jokapäiväistä työskentelyä, sekä virtaviivaistaa 
kaikkia toimintoja, on iso plussa. Googlen Apps-palvelussa on työkalut sujuvaan työskente-
lyyn myös liikkeessä. Asiakkaat voivat hyödyntää yhtenäistä työkokemusta, olivatpa he toi-
mistolla tai liikkeessä, koska palvelu on käytettävissä myös mobiililaitteilla, kunhan vain net-
tiyhteys löytyy. Hyvä esimerkki juurikin tällaisesta mobiilista työnteosta on tilanne, jossa yri-
tyksen työntekijä vaikkapa luonnostelee jonkin tarjouksen käyttäen Googlen Docs-
sovellusta, tarkistaa sen matkalla ja tekee viime hetken viimeistelyt puhelimella ennen koko-
usta. Tällä tavoin työntekijät saavat maksimaalisen tuottavuuden ja hyödyn työpäivästään. 
Tämän kaltaisten tuottavuutta lisäävien ominaisuuksien lisäksi on tärkeää, että järjestelmän-
valvojille on olemassa tehokkaat hallintatyökalut palveluun. Kuva 12 havainnollistaa Google 
Apps-palvelun hallintakonsolia. 
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Kuva 12. Google Appsin hallinta-konsoli. © 2015 ViWO Inc. 
Kuvasta 12 näkyy, kuinka Appsin hallinta-konsoli on hyvin selkeästi toteutettu. Esimerkiksi 
käyttäjien hallinta löytyy näppärästi, suojausominaisuudet ovat hyvin esillä, sekä esimerkiksi 
käytössä olevien domainien hallinta onnistuu myös tästä näkymästä. Näiden lisäksi on myös 
mahdollista määrittää erinäisiä käytössä olevia mobiililaitteita tätä kautta, kuten ViWO Incin 
sivuilla kerrotaan. Tärkeintä ehkä kuitenkin selvyyden kannalta tässä hallinta-konsolissa on se 
mahdollisuus, että järjestelmänvalvojat voivat itse halutessaan kustomoida sen ulko-asun sel-
laiseksi mikä heitä hyödyttää eniten. He voivat järjestellä näkymässä olevat kontrollit niin, 
että kaikki heidän yleisesti käyttämät ja tarvitsevat kontrollit ovat aina esillä, eikä niitä siis tar-
vitse enää etsiä vaivalloisesti. (ViWO Inc. 2015) 
Nykyajan dynaamisessa työelämässä täsmällisyys on erittäin tärkeää. Joskus organisaation 
arjessa vaikkapa kokousten tai muiden vastaavien tapaamisten aikataulut voivat muuttua hy-
vinkin lennokkaasti. Ilman asiaan sopivia työkaluja, tällaiset aikataulumuutokset voisivat 
mennä työntekijöiltä ohi. Google Appsissa tapahtumien aikataulutus sopivaan ajankohtaan 
onnistuu Kalenteri-sovelluksen avulla. Ettei tällaiset tärkeät ajankohdat pääsisi millään unoh-
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tumaan keneltäkään, työntekijät saavat muistutuksen tärkeästä aikataulusta suoraan Gmail-
postilaatikkoon. Jos on tilanne, missä työntekijä ei syystä tai toisesta pääse fyysisesti paikalle 
kokoukseen, tarjoaa Google mahdollisuutta osallistua tilaisuuteen etänä. Tähän tarkoitukseen 
on Hangouts-sovellus. Vaikka kokoukseen osallistuisikin etänä mobiililaitteella, interaktiivi-
nen osallistuminen on mahdollista. Halutessaan työntekijä pystyy jakamaan vaikkapa dioja 
kaikkien osallistujien tarkasteltavaksi. Tällä tavoin kokouksen kulku pysyy jouhevana ja kaik-
kien on mahdollista osallistua tasapuolisesti. (Google Apps for Work-etusivu, 2015) 
Kuten aiemmin tuli jo todettua, tulisi yrityksessä pyrkiä maksimoimaan tekemisen meininki, 
ihan jo tuottavuuden kannalta. Tähän tavoitteeseen voidaan päästä esimerkiksi yrityksen lii-
ketoiminnan eri prosessien virtaviivaistamista ja nykyaikaistamista. Nykyaikainen yritysmaa-
ilma voi olla joskus hyvin hektistä. On siis tärkeää, että työntekijät pysyvät tarkasti ajan tasal-
la kaikista muutoksista ja tapahtumista. Eräs sovellus, joka löytyy Google Apps for Work-
paketista, on Kalenteri, joka helpottaa organisaation jäsenten täsmällisyyttä ja yhteydenpitoa. 
Organisaatioissa, joissa työskennellään paljon erilaisissa tiimeissä, on heillekin hyötyä tästä 
työkalusta. Tiimityöskentelyssä on olennaista, että kaikki sen jäsenet ovat perillä, mitä kukin 
tekee, ja missä pisteessä projekti on mitä sillä hetkellä saatetaan työstää. Olisi siis suotavaa, 
että tiimin jäsenten välinen kommunikaatio toimisi niin, ettei se kuormittaisi liikaa itse työs-
kentelyä, vaan toimisi näppärästi kaiken sivussa. Kommunikaatio tiimin sisällä on tärkeää, 
koska voi tulla eteen tilanteita, joissa täytyy lyhyelläkin aikataululla sopia palavereita. Googlen 
Apps-palvelun avulla tämä osa tiimityöskentelystä helpottuu. Esimerkiksi tilanne, jossa pro-
jektin vetäjä haluaa järjestää palaverin, jossa käydään läpi projektin tuloksia tai muuten vain 
katsotaan työn edistymistä, asettaa hän kokousmerkinnän Googlen Kalenteri-sovellukseen. 
Tästä ne integroituvat automaattisesti Gmailiin, Driveen, Yhteystietoihin, Sivustoihin sekä 
Hangoutsiin. Täten kaikki tiimin jäsenet ovat reaaliajassa perillä kaikista tapahtumista ja muu-
toksista. (Google Apps for Work, Kalenteri, 2015) 
Yhteydenpito on yritysmaailmassa tärkeää, varsinkin organisaatioissa, joissa on haarakontto-
reita monissa paikoissa. Kuten Microsoftin tuotepaketissa, myös Googlella on tätä tarkoitus-
ta helpottavia työkaluja. Googlen tuotepaketista löytyy yhteydenpitoon tarkoitettu Hangouts-
sovellus. Tämän työkalun etuihin voidaan laskea esimerkiksi se, että organisaatio / työntekijä 
säästää matkustuskuluissa. Ei tarvitse enää matkustaa välttämättä paikan päälle johonkin pa-
laveriin tai muunlaiseen tapaamiseen. Hangouts on kätevä sovellus, mikä mahdollistaa yhtey-
denpidon teräväpiirtolaatuisen videon, tekstin ja äänen avulla. Yhteydenpito tiimin jäsenten 
ja työkavereiden kesken on tärkeää, mutta aivan yhtä tärkeää on pitää säännöllisesti yhteyttä 
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myös asiakkaisiin. Onhan se jo yrityksen kannalta erittäin positiivista. Eri kokoisten kokous-
ten järjestäminen on osa organisaation arkea. Joustavuutta tarvitaan tässä tilanteessa, sillä voi 
ihan hyvin käydä niin, että viime hetkellä joku ei pääsekään osallistumaan kokoukseen. Voi 
myös olla, että viime hetkellä joku jo aiemmin poisjäänyt pääseekin mukaan. Tästä syystä, 
varsinkin jos hyödynnetään enemmän videokokoustekniikkaa, olisi sen tekniikan oltava jous-
tava jäsenmääriä ajatellen. Google Hangoutsia hyödyntäen yritykset voivat isännöidä jopa 15 
osallistujan kokouksia, organisaation sisä- tai ulkopuolella. Tämän lisäksi näyttö on aina koh-
distettu puhujaan ja älykäs mykistys eliminoi kaiken muun taustamelun. Tällä tavoin valokeila 
on vain ja ainoastaan puhujassa. (Google Apps for Work, Hangouts, 2015) 
Kuten on jo itsestään selvää, kaikenlainen kommunikointi on tärkeää kaiken kokoisissa yri-
tyksissä ja organisaatioissa. Yhteydenpidolla voidaan tarkoittaa vaikkapa niinkin yksinkertais-
ta asiaa, kuin yksittäisiä pikaviestejä työkavereiden kesken. Voidaan puhua myös vaikkapa 
säännöllisestä viestinnästä esimiehen kanssa. Tähän piiriin kuitenkin kuuluu myös erilaiset 
videopuhelut ja videokokoukset. Kun ajatellaan yritystä, joka hyödyntää näitä eri kommuni-
koinnin tapoja laajasti toiminnassaan, olisi hyvä, jos niihin käytettävät työkalut olisivat yh-
denmukaiset ja kattavat. Googlella on ollut muutamia eri tapoja, joilla ihmiset ja yritykset 
ovat voineet pitää yhteyttä. Esimerkiksi sovellus Google Talk, jota on voitu käyttää vaikkapa 
Gmailista, Android-laitteilla tai Google+-sivupalkin avulla. Näiden lisäksi heillä oli myös vi-
deokommunikointiin oma työkalu, nimeltä Hangouts, jossa siinäkin onnistui omanlainen 
tekstimuotoinen viestintä. Kevin Purdy kuvaa kirjoituksessaan How to make Google Han-
gouts your singular communications hub, kuinka Googlen viestintä- ja kommunikointityöka-
lut ovat olleet pienimuotoinen sekasotku. Tämä siitä syystä, koska työkaluja oli monta erilais-
ta eri kommunikointitarpeisiin. Tämä on voinut käydä sekavaksi varsinkin niissä tilanteissa, 
jos yrityksissä ollaan hyödynnetty kaikkia näitä kommunikoinnin keinoja. Tätä ongelmaa ei 
kuitenkaan enää nykypäivänä ole, sillä Google on tuonut kaikki nämä työkalut saman katon 
alle, ja nykyisin kaikki tämä luonnistuu Google Hangouts-sovelluksella. Tämä uusin Han-
goutsin versio on korvannut siis Google Talkin, Google+ Messengerin sekä vanhan palve-
lun, jota kutsuttiin Hangoutsiksi. Tähän kaikkeen on siis yhdistetty tekstimuotoinen viestintä, 
mutta myös ääni- ja videopuhelut. (fastcompany.com, Google Hangouts, 2013) 
Purdy kuvaa tekstissään kuinka oli jo aikakin, että Google lähti yksinkertaistamaan viestintä-
työkalujaan tuomalla niitä yhteen. Esimerkiksi tilanne, jossa ihmiset haluavat vain pitää yhte-
yttä toisiinsa, mutta joutuvat miettimään millä työkalulla saisin yhteyden parhaiten, ei ole ol-
lenkaan ihanteellinen. Palveluntarjoajalle on tärkeää, että asiakkaat haluavat jatkaa heidän 
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tuotteidensa käyttöä, ja tähän tavoitteeseen päästäkseen Google halusi yhdistää näitä työkalu-
ja mutta samalla halusi säilyttää niiden helpon ja yksinkertaisen toiminnan. Kuva 13 havain-
nollistaa Hangoutsin käyttöliittymää ja kuinka kätevästi sillä voi lähettää tekstimuotoisia vies-
tejä, soittaa videopuheluita, sekä nähdä paikalla olevia kontakteja. 
 
Kuva 13. Google Hangoutsin peruskäyttöliittymä. © 2013 fastcompany.com 
Kuten kuvasta 13 näkyy, näitä eri kommunikoinnin muotoja pystyy helposti hoitamaan tästä 
samasta näkymästä, mutta toiminta ollaan silti saatu pidettyä yksinkertaisena käyttäjälle. Tä-
män uuden Hangouts-palvelun käyttöönotto on tehty mahdollisimman helpoksi. Sen löytää 
esimerkiksi Gmailista ruudun vasemmalla puolella olevasta Chat-listasta. Täältä viestien lait-
taminen kontakteille on helppoa, kuten Kevinin tekstissä kuvataan. Tästä on myös helppo 
huomata onko vastapuoli saanut lähetetyt viestit, koska listassa näkyy Google käyttäjäikoni 
sen viimeisimmän viestin kohdalla, minkä vastapuoli on saanut ja nähnyt. Kaikki käyttäjien 
Hangouts-tiedot ovat tallennettuna Googlen pilveen, joten tietojen käyttäminen onnistuu 
helposti muillakin laitteilla. Tämä on nykypäivän työelämässä tärkeää jo ihan siitä syystä, kun 
esimerkiksi sähköposteja luetaan muillakin laitteilla, kuin pelkästään tietokoneella. (fastcom-
pany.com, Google Hangouts, 2013) 
Kuten myös Microsoftin Office 365-tuotepaketissa, myös Google tarjoaa pilvipalvelupake-
tissaan toimistosovelluksia esimerkiksi tekstinkäsittelyyn, taulukkolaskentaan sekä erinäisten 
diaesitysten suunnitteluun ja luontiin. Olisi jo yrityksen toiminnan kannalta hyvä, että nämä 
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eri työkalut saataisiin keskittyä. Ennen, kun on käytetty eri toimisto-ohjelmia, nämä ovat 
yleensä olleet koneelle erikseen asennettavia ohjelmistoja. Googlen ja Microsoftin tarjoamat 
pilvipohjaiset palvelut ovat siinä mielessä käteviä, että niiden tarjoamat toimistosovellukset 
toimivat suoraan verkkoselaimesta käsin, eikä erillisiä sovellusasennuksia siltä osin tarvita. 
Kaiken tämän lisäksi Googlen sovellukset mahdollistavat sen, että useampi henkilö voi työs-
kennellä saman dokumentin ääressä yhtä aikaa ja tehdyt muutokset tallentuvat saumattomasti 
ja reaaliajassa, joten yhteistyöskentely on entistä helpompaa Google Appsin avulla. Yhdessä 
työskenneltäessä saman dokumentin kanssa on myös tärkeää, että työn laatua tarkkaillaan. 
Google Docs mahdollistaa muutosten reaaliaikaisen kommentoinnin, joten työstä vastaavat 
henkilöt voivat olla varmoja siitä, että lopputulos on tyydyttävä. Nykypäivinä, jolloin on mo-
nia eri sovelluksia toimistotarpeisiin, nousee eteen tilanne, jossa on olemassa monia eri tie-
dostomuotoja. Palveluntarjoajille on tärkeää, että he pystyvät tarjoamaan asiakkailleen mah-
dollisimman laajan tuen ja tästä syystä esim. Googlen tekstinkäsittelysovellus Docs tukee 
kaikkia tunnettuja tiedostomuotoja kuten .docx, .pdf, .rtf, .txt sekä OpenOfficen oma tiedos-
tomuoto .odt. Tällä tavoin voidaan pitää huoli siitä että asiakkaat pystyvät hoitamaan työnsä 
huolehtimatta sen enempää siitä mikä tiedostomuoto on käytössä. (Google, Google Apps for 
Work, Docs, 2015) 
Kaikkien näiden eri sovellusten lisäksi on ensiarvoisen tärkeää, että järjestelmänvalvojille on 
saatavilla tehokkaat hallintatyökalut. Google Apps for Work-ympäristössä tämä onnistuu 
Hallintakonsoli-sovelluksen avulla. Järjestelmänvalvojat voivat esimerkiksi helposti lisätä sitä 
kautta uusia käyttäjiä tai muokata jo olemassa olevia, määritellä erinäisiä turvallisuus- sekä 
muita asetuksia niin, että tiedot ovat turvassa. Tällaisten järjestelmien hallinnan kannalta olisi 
suotavaa, että siihen tarkoitetut työkalut olisivat mahdollisimman selkeät ja keskitetyt. Hallin-
takonsolin avulla eri käyttäjien ja käyttäjäryhmien lisääminen on helppoa ja nopeaa. Joissakin 
tilanteissa järjestelmänvalvojat voivat haluta ottaa käyttöön lisäturvaa. Esimerkiksi kaksivai-
heinen varmennus on yksi vaihtoehto, mikä on Hallintakonsolista saatavilla. Käyttäjien ja 
ryhmien lisäämisen lisäksi voi myös olla tärkeää hallinnoida työntekijöiden käyttämiä mobiili-
laitteita. Hallintakonsolissa sijaitseva laitehallinta mahdollistaa esimerkiksi tiettyjen turvakäy-
täntöjen pakottamisen niille mobiililaitteille, mitä järjestelmässä käytetään. Tilanne, jossa 
henkilön vaikka työpuhelin tai tabletti häviää / varastetaan, on tärkeää ehkäistä niillä olevien 
tietojen pääsy vääriin käsiin. Laitehallinnan avulla järjestelmänvalvojat pystyvät helposti pai-
kallistamaan kadonneen laitteen tai pyyhkimään sen etätoiminnolla, tällä tavoin estäen tiedon 
päätyminen ulkopuolisille. (Google Apps for Work, Hallintakonsoli, 2015) 
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Hankittaessa ulkopuolisen tarjoamia pilvipohjaisia palveluja, tulee tarkastella palvelun hin-
noittelu tarkkaan. Palveluntarjoajilta on yleensä saatavilla joustavia eri tasoisia paketteja, jotka 
sisältävät ominaisuuksia eri kokoisille yrityksille. Tällä tavoin voidaan helposti valita omalle 
organisaatiolle sopivin ratkaisu. Google tarjoaa Apps for Work-palvelustaan kahta eri mallia: 
ensimmäinen on perusversio Appsista, joka on 4 €/kk jokaista käyttäjää kohden. Tähän pa-
kettiin sisältyvät yrityksen omat sähköpostiosoitteet, ääni- ja videopuhelut, helposti integroi-
tuvat verkkokalenterit, 30 gt tallennustilaa Googlen Drive-palveluun, verkkoselainpohjaiset 
toimisto-ohjelmat, helposti luotavissa olevat projektisivustot, turvallisuus ja järjestelmänval-
vojan työkalut sekä 24/7 puhelin- ja sähköpostituki. Toinen saatavilla oleva paketti Appsista 
on melko lailla samankaltainen ensimmäisen kanssa, mutta siinä on joitakin lisäominaisuuk-
sia. Esimerkiksi, käyttäjät saavat rajattomasti tallennustilaa Driveen, tai yhden teratavun, jos 
käyttäjiä on alle 5. Tämän kalliimman paketin ottavat saavat myös laajemmat järjestelmänval-
vojan toiminnot Driveen. Muutenkin tässä paketissa on oikeastaan samankaltaiset ominai-
suudet kuin pienemmässä paketissa, mutta tämä sisältää joitakin lisäturva- sekä hallintaomi-
naisuuksia. Kalliimmalle Apps-paketille tulee hintaa 8 €/kk jokaista käyttäjää kohden. 
(Google Apps for Work, Hinnoittelu, 2015) 
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7  PK-YRITYKSEN PILVIPALVELUN RAKENTAMINEN 
Tämän osion on tarkoitus kuvata sitä prosessia käytännön näkökulmasta, jossa kuvitteellisel-
le pk-yritykselle rakennettaisiin pilvipohjainen IT-palvelu. Koko prosessi lähtee siitä liikkeel-
le, että luodaan projektille tavoitteet, mitä tässä halutaan saavuttaa. Tämä sama prosessi käsi-
tellään molempien työssä käsiteltyjen tuotteiden osalta, siis Microsoftin Office 365:n sekä 
Google Apps for Workin osalta. Tavoitteissa siis käsitellään mitä näillä prosesseilla halutaan 
loppujen lopuksi saavuttaa. Kun tälle prosessille on saatu luotua mielekkäät tavoitteet, siirry-
tään suunnitteluvaiheeseen. Tässä vaiheessa olisi hyvä pohtia kaikkea tämän prosessin osasia 
ja siltä osin sitten pystyisi ennakoimaan mahdollisimman hyvin erilaisia ongelmatilanteita. 
Vaikka ongelmien täydellinen ennakoiminen ja välttäminen onkin miltei puhdas mahdotto-
muus, olisi silti hyvä selvitä loppuun kunnialla ja mahdollisimman vähillä esteillä, joka sitten 
näkee käytetyn ajan vähyytenä sekä myös käytettyjen resurssien määrässä. Tarkka suunnitte-
lutyö on hyväksi myös siinä, että tässä vaiheessa voidaan löytää myös muitakin loppuun asti 
vieviä vaihtoehtoja, jotka voivat olla järkevämpiä tietyille pk-yrityksille, mutta jotka eivät vält-
tämättä käy joillekin toisille. Hyvän suunnitteluvaiheen jälkeen siirrytään tarkastelemaan pro-
sessin toteuttamista. Tässä vaiheessa tarkastellaan käytännönläheisesti esimerkkiympäristön 
rakentamista, ja tavoitteena olisi, että niitä tietoja apuna käyttäen pk-yritykset voisivat hel-
pommin rakentaa omia ympäristöjään. Tässä vaiheessa ympäristön rakentamisen lisäksi olisi 
tarkoitus hieman tarkastella kuinka perus ylläpitotoiminnot hoituvat molemmissa ympäris-
töissä. Näihin toimintoihin kuuluu esimerkiksi käyttäjien lisääminen/poistaminen, oikeuksien 
määrittäminen jne. Lopuksi on tarkoitus analysoida koko tätä prosessia ja arvioida kuinka 
asetettuihin tavoitteisiin ollaan päästy.  
7.1  Tavoitteet 
Aloittaessani miettimään ja tekemään tätä työtä, asetin jo silloin itselleni tavoitteen, että luon 
kunnollista katsausta, mitä siihen oikein sisältyy, kun ajatellaan pk-yrityksiä, jotka suunnitte-
levat ja rakentavat itselleen jonkinlaisen pilvipalvelun. Kuitenkin jo aikalailla työni alkuvai-
heessa alkoi käydä selväksi, että on suotavaa rajata työni koskemaan kahta isoa pilvipalvelun-
tuottajaa, koska muutoin aihealueesta olisi tullut aivan liian suuri ja tämä olisi omalta osaltaan 
hankaloittanut työn toteutusta huomattavasti. Tämäkin on oli yksi tavoitteistani työn alussa: 
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että lukija saa tätä työtä lukiessaan kuvan millaisia Microsoftin ja Googlen tuotteet oikein 
ovat sekä mahdollisesti myös ideaa kuinka he itse voisivat niistä hyötyä jollakin tapaa. Ja tie-
tenkin tavoite on myös laajentaa omaa tietopohjaa alan tietämyksestä. Voin sitten käyttää 
opittuja tietoja ja taitoja työelämässä. 
Tarkemmin tavoitteita ajateltuna käytäntöä silmällä pitäen, olen suunnittelut esimerkkiympä-
ristöä siten, että asennan siihen ainakin yhden virtuaalipalvelimen, jota käytän ns. ympäristön 
keskuskoneena joko molemmissa tapauksissa, tai sitten asennan palvelimet molemmille erik-
seen. Virtuaalipalvelimen lisäksi ympäristöön olisi tarkoitus asentaa myös jokunen virtuaali-
nen työpöytäkone, joiden avulla on sitten mahdollista demonstroida esimerkkiympäristön 
toimintaa. Tavoitteena ympäristön pystyyn saamisen jälkeen on luoda joitakin kokeellisia 
käyttäjätunnuksia, joille on tarkoitus sitten luoda erilaisia käyttöoikeuksia ja testata eri omi-
naisuuksia.  
7.2  Suunnittelu 
Aloitin miettimään käytännön työtä jo oikeastaan koko tämän työn alkuvaiheessa. Samalla 
kun kirjoitin työn teoriallista sisältöä, sen rinnalla muotoutui myös samalla käytännön suun-
nitelmat. Alun alkaen olen suunnittelut, että tulen todennäköisesti tarvitsemaan työtäni var-
ten 1-2 virtuaalista Windows Server-pohjaista palvelinta, joista muodostuu testiympäristön 
ydin. Käytännössä toteutus lähtee liikkeelle yhdestä Windows Server-pohjaisesta virtuaalipal-
velimesta, johon sitten asentelen Active Directory Domain Services-roolin. Työtäni varten 
olen suunnittelut tekeväni OPARI-nimisen toimialueen, johon sitten liittelen kaikki tarvitse-
mani muut virtuaaliset koneet käytäntöä varten. Kaiken varmuuden varalta mietin asentavani 
myös kaikki mahdolliset päivitykset kaikkiin virtuaalisiin koneisiin Windows Updaten kautta. 
Ainakin projektin alkuvaiheessa allokoin virtuaalipalvelimelle yhden prosessoriytimen ja 2 gb 
keskusmuistia, mutta jos tarve vaatii, lisään tarvittavia resursseja. Olen saanut työni käytän-
nön osiota varten 10 staattista IP-osoitetta, sekä asiaankuuluvan aliverkon peitteen ja ole-
tusyhdyskäytävän. Näiden tietojen avulla olen suunnittelut kasaavani pienehkön testiympäris-
tön virtuaalikoneista, joilla sitten pystyn esittämään sekä Googlen että Microsoftin pilviym-
päristön toimintaa. 
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7.3  Toteutus 
Ympäristö, jossa tämä käytännön osuus on tarkoitus toteuttaa, alkaa niin sanotusta keskus-
palvelimesta. Palvelimeen asennan graafisen Windows Server 2012 R2-asennuksen(en siis 
komentorivipohjaista Server Core-asennusta). Tämä on Microsoftin tämän hetken tuorein 
Windows Server-käyttöjärjestelmä. Kun kyseessä on palvelinkone, ja varsinkin jos ajatellaan 
oikeassa työympäristössä olevaa palvelinta, on sillä monia eri käyttäjiä, joka taas asettaa sille 
tiettyjä vaatimuksia tehojen suhteen. Varsinkin keskusmuistin määrä on tärkeää palvelimella. 
Työtäni varten kuitenkin annan tälle keskuspalvelimelle aluksi 2 gigatavua keskusmuistia, ett-
ei se kuormittaisi DClabran järjestelmää liikaa.   
Kuten suunnitelmassani jo linjasin, tämän testiympäristön luonti alkaa oikeastaan siitä, että 
luon virtuaalisten testikoneideni välille toimialueen, johon sitten liitän kaikki testitarkoituk-
seen tekemäni koneet. Tällä tavoin voin myöhemmin simuloida todellisen työelämän tilantei-
ta, missä vaikkapa lisäillään uusia käyttäjiä toimialueeseen tai muokataan heidän käyttöoike-
uksiaan. Kuva 13 esittää toimialueen perus-hallintanäkymää, jota kautta voin esimerkiksi lisä-
tä, muokata tai poistaa eri käyttäjiä. Koska tämä käytännön osuus keskittyy Microsoftin Offi-
ce 365 for Business-tuotteeseen sekä Googlen Apps for Work-pilvituotteeseen, täytyy minun 
testiympäristön rungon pystytettyäni luoda tunnukset näihin molempiin palveluihin. Koska 
yritysversiot näistä tuotteista ovat tietenkin maksullisia, opinnäytetyötäni varten joudun luo-
maan ilmaiset kokeilutunnukset. 
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Kuva 13. Toimialueen hallintanäkymä. 
Kuva 13:n näkymä on se, mistä lisäilen ja muokkailen testitarkoitukseen tarvitsemiani käyttä-
jätunnuksia. Olen suunnitellut, että teen tätä käytännön demoa varten jokusia tunnuksia.  
Olen kohdannut jo ongelmia melko aikaisessa vaiheessa tätä demoa. Jo siinä vaiheessa, kun 
asensin ja määritin Active Directory Domain Services- ja DNS-roolin, sain virheilmoituksen, 
että koneesta ei löydy staattista IP-osoitetta, vaikka olin jo aiemmin laittanut koneelle en-
simmäisen IP-osoitteen 10 osoitteen listasta, joka minulle tätä käytännön demoa varten va-
rattiin. Tämän lisäksi en meinannut saada luotua palvelinta domain controlleriksi, vaan tässä-
kin vaiheessa sain vain virheilmoituksen. Veikkaan että tämä johtui tuosta DNS-
sekaannuksesta liittyen että koneella ei muka ollut staattista IP-osoitetta. Vähän aikaa asiaa 
tutkailtuani sain asennuksen kuitenkin hoidettua loppuun. Käynnistin tämän jälkeen palveli-
men uudestaan enkä saanut enää minkäänlaisia virheilmoituksia, joten domainin asennus siis 
onnistui. Olen rekisteröinyt itselleni Office 365 for Business-trial tilin, nimellä Thesisde-
mo@Thesisdemo.onmicrosoft.com. Käytän tätä tunnusta kirjautuessani Office-portaliin, 
jonka kautta pääsen Office 365-hallintanäkymään. Minulla on ollut aiemmalla kerralla hanka-
luuksia lisätä oma toimialue tuohon Office 365-tiliin. Toimialuetta lisätessä tuonne täytyy 
vahvistaa että omistaa sen kyseisen toimialueen lisäämällä erityisen DNS-tietueen, jonka 
avulla varmennus onnistuu. Tällä aiemmalla kerralla lisäsin tämän kyseisen tietueen ainakin 
tietääkseni oikein, koska etsiskelin netistä ohjeita tähän juttuun liittyen, mutta Office-portaali 
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ei hyväksynyt sitä millään. Joissakin nettilähteissä, joissa tästä asiasta neuvottiin, sanottiin että 
DNS-tietuemuutosten voimaantulo voi kestää jopa 15 minuuttia. Tätä en silloin viime kerral-
la tehnyt, mutta jäin kuitenkin epäilemään onko tämä mahdollista saada pystytettyä labra-
verkkoon, kun tiedä täysin millaiset verkkoreititykset siellä on käytössä ja kuitenkin Office 
365 tarvitsee toimiakseen julkisesti saatavilla olevan toimialueen. Huomasin toisaalta, että 
kun sain luotua tuon Office 365-testitunnuksen, siellä on niin sanottu testi-toimialue valmii-
na määritetty, jonka avulla voin kuitenkin tutkailla niitä toimintoja, jota alun perin suunnitte-
linkin, eli käyttäjien lisäämistä ja poistamista jne. Tämä on tärkeää myös pk-yritystenkin kan-
nalta, joita tämä työ koskettaa, koska näiden perustoimenpiteiden tunteminen ja hallitsemi-
nen on tärkeää, sillä työelämässä tulee tuon tuosta tilanteita, milloin on tarpeellista lisätä tai 
poistaa käyttäjiä. Palveluiden muidenkin ominaisuuksien tunteminen on hyödyllistä, koska 
sitä kautta lukijat saavat parempaa käsitystä mitä nämä pilvipalvelut voivat käyttäjilleen tarjo-
ta. 
Olen tutkiskellut Office 365:n eri hallintanäkymiä, ja kuten Windowsin puolella, nämä ovat 
selkeät eivätkä ole hankalia käyttää. Kuva 14 esittää Office 365 Järjestelmänvalvoja-
sovelluksen näkymän käyttäjistä, josta niitä voi lisätä, muokata sekä poistaa. 
 
Kuva 14. Office 365 for Businessin käyttäjänäkymä. 
Kuvassa 14 näkyvä hallintanäkymä on hyvin tärkeä järjestelmänvalvojia ajatellen. Tätä kautta 
he pystyvät vaivattomasti lisäämään tai poistamaan käyttäjiä. Käytännön nimessä halusin tes-
tata tätä, ja vaikka minulla onkin vain käytössäni niin kutsuttu testi-toimialue, sain lisättyä 
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palveluun käyttäjän, jolle oletuksena tuli Office 365 for Business-käyttöoikeus. Kuten kuvas-
ta näkyy, synkronointi Active Directoryn kanssa olisi mahdollista. Harmikseni en tätä omi-
naisuutta päässyt testaamaan, koska en omaa toimialuettani saanut liitettyä onnistuneesti pal-
veluun. Tämä olisi ollut lopputuloksen ja varsinkin lukijan kannalta hyödyllistä, koska yrityk-
sissä voi olla oma toimialue jo olemassa, joka sitten haluttaisi saumattomasti siirtää uuteen 
järjestelmään. 
Tutkimuskokemukseni Google Apps for Workin kanssa on erilaisempi verrattuna Microsof-
tin pilvipalvelutuotteeseen. Kun ajatellaan pilvipalveluympäristön pystyttämistä, periaatteet 
molempien tuotteiden tapauksissa palvelun pystyyn saamiseen ovat hyvin samanlaiset. Näi-
den pilvipalvelutuotteiden yritysversioiden etu on se, että käyttäjät saavat itselleen kusto-
moidut osoitteet muotoa osoite@sinunyrityksesi.com. Tällä tavoin yritykset saavat hieman 
enemmän ammattimaisempaa ilmettä itselleen. Tämän yrityksen voivat saavuttaa joko perus-
tamalla oman toimialueen (=domain) tai ostaa sen jonkinlaiselta nettipohjaiselta palvelulta. 
Olen tässä oman oparidemon piirissä luonut itselleni siis oman toimialueen virtuaaliseen 
Windows Server 2012 R2-palvelimeen. Olen kerran aiemminkin yrittänyt liittää luomaani 
Google Apps for Work-kokeilutunnukseen luomaani toimialuetta, mutta se ei jostain syystä 
ole onnistunut. Tämä voi johtua siitä, että koska tämä käytännön demo toteutetaan Dclabran 
koneympäristöön, jossa voi olla nettiliikenne reititettyä, virtuaalikoneeseen luomani toimialue 
ei jotenkin näy julkisessa verkossa, joka olisi vaadittua sekä Office 365 for Businessin että 
Google Apps for Workin täyden toiminnallisuuden saavuttamiselle. Kuitenkin, mitä olen 
molempia pilvipalveluita tutkinut luomillani testitunnuksilla, pystyn kuitenkin tutkimaan mo-
lempien palveluiden hallintakonsolia, joista voin esimerkiksi luoda käyttäjiä, ja ainakin Office 
365:n tapauksessa tunnuksen luomisen jälkeen palvelussa oli valmiina oletuksena niin sanot-
tu testitoimialue. 
Hallintakonsolin käytön yksinkertaisuus on palvelun toimivuuden kannalta otollista. Tieten-
kin on yhtälailla tärkeää, että järjestelmänvalvojilla on käytössään järeät hallintaominaisuudet. 
Google Apps for Workin Hallintakonsoli on siinä mielessä hyvinkin kätevä käyttää, koska 
siinä on paljon hyödyllistä tietoa nopeasti saatavilla. Esimerkiksi käyttäjien ja eri laitteiden 
hallinnointi ovat samasta näkymästä saatavilla. Palveluiden järjestelmänvalvojille on myös 
tärkeää, että he voivat nähdä ja hallinnoida yrityksen tietoja palvelussa. Esimerkiksi yrityksen 
profiili olisi hyvä saada asianmukaiseksi palvelussa. Palvelun laskutus ja käyttöoikeudet tule-
vat siinä vaiheessa kyseeseen, kun tunnukset palveluun on ostettu, ja on tarve lisätä yrityksen 
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käyttäjiä tähän palveluun. Kuva 15 havainnollistaa osan Google Apps for Workin Hallinta-
konsolin perusnäkymästä. 
 
Kuva 15. Osa Google Apps for Workin Hallintakonsolista. 
Kuvan 15 mukaisen näkymän kautta lähdin hieman tutkailemaan, kuinka Googlen palvelun 
tapauksessa käyttäjien lisääminen tapahtuu, varsinkin halusin tutkia sitä ja vertailla havainto-
jani mitä tuli vastaan Microsoftin tuotteen kanssa. Voisi sanoa, että käyttäjien lisääminen on 
ainakin miltei identtistä kuin mitä se on Officen puolella. Googlen palvelussa käyttäjän luon-
nissa käyttäjistä syötetään etu- ja sukunimi sekä tietenkin näyttönimi.  
Hallintakonsolin kautta järjestelmänvalvojat pääsevät kätevästi käsiksi erilaisiin raportteihin 
sekä myös palvelun kunnosta kertoviin tietoihin. Tällä tavoin he voivat mahdollisimman ri-
peästi reagoida näihin erilaisiin tilanteisiin. Hallintakonsolista löytyvän Laitehallinnan kautta 
on mahdollista lisätä ja ylläpitää erinäisiä Android-, iOS- sekä Google Sync-laitteita. Nyky-
ajan mobiili-yhteiskunnassa on tärkeää pystyä käyttämään näitä erinäisiä mobiililaitteita, esi-
merkiksi tilanteessa, jossa yrityksen työntekijä on vaikkapa työmatkalla. Jos pilvipalveluun 
päivitetään jotakin tärkeitä tietoja, vaikkapa jostakin kokouksesta, tai muusta tärkeästä ja 
merkittävästä yritykseen liittyvästä tapahtumasta, työntekijät pääsevät käsiksi näihin tietoihin 
reaaliajassa. Tällaisen laitehallinnan avulla voidaan myös harjoittaa tietynlaista tietoturvaa. 
Kun järjestelmänvalvojat sallivat vain tiettyjen, turvaedellytykset täyttävät laitteiden käytön 
pilvipalvelussa, he voivat varmistaa, ettei palvelu altistu minkäänlaisille tietoturvauhkille. Täl-
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lä tavoin voidaan myös estää työntekijöitä käyttämästä omia henkilökohtaisia laitteitaan yri-
tyksen pilviympäristössä.  
7.4  Analysointi 
Kun alun perin lähdin miettimään ja suunnittelemaan tätä opinnäytetyön käytännön demoa, 
hahmottelin tilanteen, jossa asennan aluksi virtuaalisen palvelimen, josta tulee testiympäris-
töni keskus siinä mielessä, että teen siitä domain controllerin opariani varten. Kaavailin että 
saisin tämän jälkeen luotua pienehkön demoympäristön palvelimesta sekä jokusesta erillisestä 
käyttäjästä havainnollistamaan sekä Microsoftin että Googlen pilvipalvelutuotetta ja niiden 
peruskäyttöä. Tiesin jo ennakkoon, että kumpaankin palveluun on luotava ilmainen kokeilu-
tunnus, joka ainakin Googlen tapauksessa tarkoitti ilmaista 30 päivää. Siltä osin, kun ana-
lysoin nyt kuinka tämä minun käytännön demoni on onnistunut, niin olen kyllä saanut asen-
nettua virtuaalisen palvelimen, johon olen myös saanut perustettua domainin niin kuin 
suunnittelin. Olen myös saanut lisättyä käyttäjiä domainiin. Päällisin puolin olen kuitenkin 
tyytyväinen oppimaani, sillä vaikka kohtasinkin hankaliakin ongelmia, mielestäni saavutin 
tavoitteeni siinä mielessä, että sain tutkittua sekä Office 365:n että Google Apps for Workin 
toiminnallisuutta. 
Kohtasin tämän käytännön demon aikana hankalia tilanteita. Pienimmät ongelmat liittyivät 
koneen DNS- ja IP-asetuksiin. Nämä nyt eivät minua hidastaneet eikä vaikuttaneet demon 
etenemiseen mitenkään merkittävästi. Näiden lisäksi ikävä kyllä törmäsin ongelmatilantee-
seen, joka vaikutti ainakin alussa kaavailemaani tavoitteeseen. Kummassakin palvelussa, 
Googlessa se täytyy tehdä jo heti alussa, täytyy lisätä oma toimialue, jotta käyttäjät voivat 
hyötyä esimerkiksi omasta kustomoidusta sähköpostiosoitteesta. Kun loin kokeilutunnuksen 
Office 365 for Businessiin, halusin jo heti alussa liittää luodun domainini siihen palveluun, 
että pääsisin kokeilemaan mahdollisimman palvelun toiminnallisuuksia. Kumpikin palvelu 
vaatii toimialuetta liitettäessä että käyttäjän on varmistettava toimialueen omistajuus lisäämäl-
lä käyttämäänsä DNS-palveluun tietty TXT- tai MX-tietue, joilla palvelu varmentaa että käyt-
täjä todellakin omistaa kyseisin toimialueen. Lisäsin kaikkien ohjeiden mukaisesti TXT-
tietueen liittyen Office 365-palveluun, mutta kaikesta huolimatta Microsoftin verkkosivu il-
moitti, että kyseistä lisätietuetta ei löydy. Vastaavasti, kun yritin tätä samaa Googlen palvelus-
sa, en päässyt edes tähän vaiheeseen, sillä Googlen sivun mukaan valitsemani domain-nimi 
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viittasi johonkin ihan ihmeelliseen palveluntarjoajaan enkä saanut edes tilaisuutta lisätä DNS-
tietuetta joka olisi viitannut Google Appsiin. Tämä oli melkoinen takaisku, mutta kummas-
sakin palvelussa huomasin että on mahdollista käyttää tätä luotua kokeilutunnusta ja tutkailla 
näitä perustoiminnallisuuksia, joita alun perinkin ajattelin tutkailla, eli palvelun käyttöönot-
toa, käyttäjien lisäämistä ja poistamista, jne. Vaikka en päässyt tutkimaan aivan kaikkia näiden 
palveluiden tarjoamia mahdollisuuksia, olen sitä mieltä, että ylsin ainakin joiltakin osin aset-
tamiini tavoitteisiin. 
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8  YHTEENVETO 
Tämän opinnäytetyön aiheena oli pilvipalvelut, varsinkin pienten ja keskisuurten yritysten 
näkökulmasta katsottuna. Vaikkakin tarkastelukohteena olivatkin juuri pk-yritykset, oli kui-
tenkin mahdollisten lukijoiden kannalta tärkeää ensin tarkastella pilvipalveluita yleisesti ja 
selvittää mitä ne ovat. Työn alkuvaiheessa kartoitin, minkälaisia IT-tarpeita nykyajan pk-
yrityksillä nykyään voi olla. Kuten kävi selväksi, nykyajan yrityksien toiminnan kannalta alkaa 
olemaan oleellista, että yrityksellä on käytössään jonkinlaiset sähköposti- ja toimisto-
ohjelmisto-palvelut. Sen lisäksi, että yritykset hyödyntävät yhä enemmän tarjolla olevia toi-
misto-ohjelmisto-ratkaisuja, sekä sähköposti-palveluita, voi tulla myös eteen tilanteita, joissa 
halutaan hyödyntää jonkinlaisia videoneuvottelu-mahdollisuuksia.  
Tälle työlle oli oleellista hahmottaa millaisia pilvipalveluita pk-yritykset mahdollisesti tänä 
päivänä tarvitsevat. Tarjoajia on markkinoilla joitakin, lähinnä suuria yrityksiä. Yrityksen nä-
kökulmasta katsottuna, tällaisen palvelun valinta voi riippua esimerkiksi tarjotun paketin 
ominaisuuksista tai paketin hinnasta. Tämän työn pilvipalveluiden pääaiheet tuotteiden puo-
lella oli Microsoftin Office 365 for Business ja Googlen Apps for Work. Nämä molemmat 
tuotteet perusominaisuuksiltaan ovat melko samankaltaiset. Palvelun valintavaiheessa yrityk-
set saattavat käyttää aiempia mieltymyksiä, kun miettivät mitä tuotetta aletaan käyttää.  
Koska työlle oli oleellista aloittaa pilvipalveluiden tutkiminen yleisestä näkökulmasta, oli 
myös tärkeää hahmottaa lukijoille, minkälaisia eri pilvipalvelutyyppejä on olemassa. Vaikka 
olemassa nykyään voi olla joitakin uudempiakin tyyppejä, päätyypit, mitkä otin käsittelyyn 
tähän työhön olivat SaaS – Software as a Service, PaaS – Platform as a Service sekä IaaS – 
Infrastructure as a Service. Lukijaa ajatellen oli tärkeää, että annan heille perustason käsityk-
sen näistä tyypeistä, ennen kuin alan käsittelemään lähemmin kahta valitsemaani pilvipalvelu-
tuotetta. 
Pilvipalveluiden yleisen tutkailun jälkeen työssä aloin käsittelemään tarkemmin valitsemiani 
tuotteita, Microsoft Office 365 for Businessia ja Google Apps for Workia. Kuten alun perin 
ennen tämän työn tekemistä suunnittelin, halusin hankkia itselleni tietyn tasoisen tietämyksen 
molemmista tuotteista, sekä tietenkin välittämään mahdollisimman paljon myös lukijallekin. 
Tarkoitus oli, että tutkailen, miten nämä kyseiset palvelut otetaan käyttöön sekä niiden ylei-
simmät hallintaominaisuudet. Näihin sisällytin esimerkiksi sen, kuinka kumpaakin palveluun 
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lisätään käyttäjiä, kuinka niitä mahdollisesti muokataan sekä poistetaan. Tämän lisäksi halusin 
selvittää myös minkälaiset hallintakonsolit näissä palveluissa on olemassa järjestelmänvalvojia 
ajatellen. Nämä tiedot ovat sikäli tärkeitä, koska yritysten on hyvä tietää, millaisia nämä pal-
velut on ottaa käyttöön ja miten hankalia niitä on hallita. Kaikin puolin tutkimuksissani kävi 
selväksi, että molemmat palveluntarjoajat ovat halunneet tehdä palvelunsa mahdollisimman 
käyttäjäystävällisiksi, jopa hallintaominaisuudet.  
Loppujen lopuksi voisin sanoa, etten saavuttanut ihan kaikkia itselleni asettamiani tavoitteita. 
Alun perin kaavailin, että saisin liitettyä testitarkoitukseen luomani toimialueen liitettyä kum-
paankin palveluun, että voisin tutkailla niiden toiminnallisuuksia mahdollisimman perinpoh-
jaisesti. Tässä vaiheessa kuitenkin kohtasin epäonnistumisen, koska kävi ilmi, että en saanut-
kaan liitettyä toimialuettani näihin pilvipalveluihin. Syystä en ole täysin varma, mutta epäilen, 
että koska en ole varsinaisesti rekisteröinyt luomaani toimialuetta julkisesti netin nimipalve-
luihin, voi se olla yksi syy. Toinen asia, mitä epäilen, on se, että Dclabra, mihin tein näitä käy-
tännön asennuksia, sen sisäinen nettiliikenne on reititetty niin, ettei kaikki näy julkiseen verk-
koon. Labran ulkopuolisilta koneilta pääsee kyllä sisälle labraverkkoon, mutta sitä ennen tar-
vitsee sinne muodostaa etäyhteys. Vaikkakin toimialueen lisääminen ei onnistunut, pystyin 
silti tarkastelemaan molempien palveluiden perustason hallintaominaisuuksia, ja se olikin mi-
nun yksi päätavoitteistani ennen työn toteutusta. Vaikka kohtasin epäonnistumisia, onnistuin 
silti laajentamaan tietämystäni pk-yritysten pilvipalveluista varsinkin Microsoftin ja Googlen 
palveluista, ja olen siihen tyytyväinen. 
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