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ANCHO DE BANDA: Cantidad de datos que puede ser enviada o recibida 
durante un cierto tiempo a través de un determinado circuito de comunicación. 
Técnicamente, es la diferencia en hertzios (Hz) entre la frecuencia más alta y 
baja de un canal de transmisión. 
 
DIRECCIÓN IP: Dirección de protocolo de Internet, la forma estándar de 
identificar un equipo que está conectado a Internet, de forma similar a como un 
número de teléfono identifica un aparato de teléfono en una red telefónica. La 
dirección IP consta de cuatro números separados por puntos, en que cada 
número es menor de 256; por ejemplo 64.58.76.178. Dicho Número IP es 
asignado de manera permanente o temporal a cada equipo conectado a la red. 
 
GATEWAY: Computador que realiza la conversión de protocolos entre 
diferentes tipos de redes o aplicaciones. Por ejemplo, una puerta de acceso 
podría conectar una red de área local a un mainframe. Una puerta de acceso 
de correo electrónico, o de mensajes, convierte mensajes entre dos diferentes 
protocolos de mensajes. 
 
VLAN: Tipo de red que aparentemente parece ser una pequeña red de área 
local (LAN) cuando en realidad es una construcción lógica que permite la 
conectividad con diferentes paquetes de software. Sus usuarios pueden ser 


























El desarrollo de la actividad de habilidades prácticas de CISCO como trabajo 
final, está planteado en dos escenarios, donde como administradores de redes 
realizamos cada una de las configuraciones necesarias utilizando los 
comandos traceroute, show ip route entre otros para poder llevar a cabo el 
desarrollo de la misma.  
En el primer escenario está planteado para una empresa de confecciones con 
3 sucursales distribuidas en las ciudades de Cali, Ocaña y Barranquilla, donde 
realizamos la simulación del escenario con el software Packet Tracert, 
configurando e interconectando entre sí cada uno de los dispositivos que 
conforman esta actividad, de acuerdo con los lineamientos establecidos para 
el direccionamiento de direcciones IP, protocolos y demás que conforman la 
actividad. 
Para el segundo escenario se plantea una empresa de comunicaciones, con 
lineamientos establecidos en direcciones IP, VLANs, etherchannels para llevar 
a cabo el desarrollo del escenario propuesto.  
 
Palabras clave: TRACEROUTE, SHOW IP ROUTE, VLANS, 






The development of the CISCO practical skills activity as final work, is planned 
in two scenarios, whereas network administrators we perform each of the 
necessary configurations using the traceroute, show ip route commands, 
among others, in order to carry out the development of activity. 
In the first scenario, it is proposed for a clothing company with 3 branches 
distributed in the cities of Cali, Ocaña and Barranquilla, where we perform the 
scenario simulation with the Packet Tracert software, configuring and 
interconnecting each of the devices that make up this activity, in accordance 
with the guidelines established for addressing IP addresses, protocols and 
others that make up the activity. 
For the second scenario, a communications company is proposed, with 
guidelines established in IP addresses, VLANs, etherchannels to carry out the 
development of the activity. 
 











La prueba de habilidades prácticas de CISCO, para el módulo de CCNP es un 
referente de evaluación, en donde se busca como toda evaluación medir las 
habilidades adquiridas durante el desarrollo del diplomado de profundización 
y sus trabajos colaborativos, esta evaluación consta del desarrollo de 2 
ejercicios prácticos, donde se presentan escenarios para abordar como 
administradores de redes, donde debemos configurar e interconectar entre sí 
cada uno de los dispositivos que forman parte del escenario, acorde con los 
lineamientos establecidos para el direccionamiento IP, protocolos de 
enrutamiento y demás aspectos que forman parte de la topología de red. 
Adicional al desarrollo de los dos escenarios planteados, debemos adjuntar 
toda la evidencia como lo es print screen de las configuraciones realizadas y 



































Una empresa de confecciones posee tres sucursales distribuidas en las 
ciudades de Cali, Barranquilla y Ocaña, en donde el estudiante será el 
administrador de la red, el cual deberá configurar e interconectar entre sí cada 
uno de los dispositivos que forman parte del escenario, acorde con los 
lineamientos establecidos para el direccionamiento IP, protocolos de 
enrutamiento y demás aspectos que forman parte de la topología de red. 
 








Ilustración 2. Simulación Packet Tracert  





1. Configurar las interfaces con las direcciones IPv4 e IPv6 que se muestran 
en la topología de red. 
 




Router>enable   
Router#configure terminal  
Router(config)# hostname R1   
R1(config)# interface Loopback 11  
R1(config-if)# ip address 192.168.9.0 255.255.255.252  
R1(config-if)# exit  
R1(config)# interface Serial 0/0/0   
R1(config-if)# description R1   
R1(config-if)# clock rate 64000  
R1(config-if)# bandwidth 64  
R1(config-if)# ip address 192.168.110.1 255.255.255.252  






Router>enable   
Router#configure terminal  
Router(config)# hostname R2   
R2(config)# interface Loopback 11  
R2(config-if)# ip address 192.168.2.1 255.255.255.252  
R2(config-if)# exit  
R2(config)# interface Serial 0/0/0   
R2(config-if)# description R2   
R2(config-if)# clock rate 64000  
R2(config-if)# bandwidth 64  
R2(config-if)# ip address 192.168.110.1 255.255.255.252  






Router>enable   
Router#configure terminal  
Router(config)# hostname R3   
R3(config)# interface Loopback 11  
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R3(config-if)# ip address 192.168.9.4 255.255.255.252  
R3(config-if)# exit  
R3(config)# interface Serial 0/0/1   
R3(config-if)# description R3   
R3(config-if)# clock rate 64000  
R3(config-if)# bandwidth 64  
R3(config-if)# ip address 192.168.3.1 255.255.255.252  
R3(config-if)# no shutdown  
R3(config-if)# exit 
 




Ilustración 3. Configuración IPv4 e IPv6 





2. Ajustar el ancho de banda a 128 kbps sobre cada uno de los enlaces 
seriales ubicados en R1, R2, y R3 y ajustar la velocidad de reloj de las 
conexiones de DCE según sea apropiado 
 




Router>enable   
Router#configure terminal  
R1(config)# interface Serial 0/0/0   
R1(config-if)# bandwidth 128   
R1(config-if)# exit  
R1(config)# interface Serial 0/0/1   






Router>enable   
Router#configure terminal  
R2(config)# interface Serial 0/0/0   
R2(config-if)# bandwidth 128   
R2(config-if)# exit  
R2(config)# interface Serial 0/0/1   






Router>enable   
Router#configure terminal  
R3(config)# interface Serial 0/0/0   
R3(config-if)# bandwidth 128   
R3(config-if)# exit  
R3(config)# interface Serial 0/0/1   
R3(config-if)# bandwidth 128   
R3(config-if)# exit 
 








Ilustración 4. Configuración bandwidth. 
Fuente: Elaboración propia. 
 
 
3. En R2 y R3 configurar las familias de direcciones OSPFv3 para IPv4 e IPv6. 
Utilice el identificador de enrutamiento 2.2.2.2 en R2 y 3.3.3.3 en R3 para 
ambas familias de direcciones. 
 




Router>enable   
Router#configure terminal  
R1(config)# interface Vlan 1   
R1(config-if)# no ip address   
R1(config-if)# shutdown  
R1(config-if)# exit  
R1(config)# router OSPF 1 
R1(config-router)# network 192.168.2.0 0.0.0.255 area 1 
R1(config-router)# network 192.168.2.0 0.0.0.255 area 0  
R1(config-router)# exit 
 
4. En R2, configurar la interfaz F0/0 en el área 1 de OSPF y la conexión serial 




Para la configuración de las interfaces se aplicaron los siguientes comandos: 
Router>enable   
Router#configure terminal  
R2(config)# interface gigabitEthernet 0/0 
R2(config-if)# ip SOPF 1 area 1   
R2(config-if)# exit 
R2(config)# interface serial 0/0/1 
R2(config-if)# ip SOPF 1 area 1   
R2(config-if)# exit 
 




Ilustración 5. Configuración OSPF. 
Fuente: Elaboración propia. 
 
 
5. En R3, configurar la interfaz F0/0 y la conexión serial entre R2 y R3 en 
OSPF área 0. 
 
Para la configuración de las interfaces se aplicaron los siguientes comandos: 
 
Router>enable   
Router#configure terminal  
R2(config)# interface serial 0/0/0 
R2(config-if)# no ip address   
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R2(config-if)# clock rate 2000000 
R2(config-if)# no shutdown 
R2(config-if)# exit 
R2(config)# interface serial 0/0/1 
R2(config-if)# bandwidth 128 
R2(config-if)# ip address 192.168.9.6 255.255.255.252 
R2(config-if)# ip SOPF 1 area 1   
R2(config-if)# exit 
 




Ilustración 6. Interfaz F0/0. 
Fuente: Elaboración propia. 
 
 
6. Configurar el área 1 como un área totalmente Stubby. 
 
Para la configuración de la interfaz se aplicaron los siguientes comandos: 
 
Router>enable   
Router#configure terminal  
R2(config-if)# ipv6 router SOPF 1 
R2(config-rtr)# area 1 stub no-summary 
R2(config-rtr)# no shutdown 
R2(config-rtr)# exit 
 
7. Realizar la configuración del protocolo EIGRP para IPv4 como IPv6. 
18 
 
Configurar la interfaz F0/0 de R1 y la conexión entre R1 y R2 para EIGRP 
con el sistema autónomo 101. Asegúrese de que el resumen automático 
está desactivado. 
 
Para la configuración de la interfaz se aplicaron los siguientes comandos: 
 
 
Router>enable   
Router#configure terminal  
R2(config)# interface serial 0/0/1 
R2(config-if)# no ip address   
R2(config-if)# clock rate 2000000 
R2(config-if)# no shutdown 





8. Configurar las interfaces pasivas para EIGRP según sea apropiado. 
 
Para la configuración de la interfaz se aplicaron los siguientes comandos: 
 
Router>enable   
Router#configure terminal 
R1(config)# ipv6 router eigpr 101 






Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que 
forman parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman 












Ilustración 8. Simulación Packet Tracert. 
Fuente: Elaboración propia. 
 
 
1. Apagar todas las interfaces en cada switch. 
 
Para la configuración de la interfaz se aplicaron los siguientes comandos: 
 
Switch (config)# interface range FastEthernet 0/1-24 
Switch (config-if-range)# shutdown 
 






Ilustración 9. Configuración DLS1.  
Fuente: Elaboración propia. 
 
 
2. Asignar un nombre a cada switch acorde al escenario establecido. 
 
Para la configuración de la interfaz se aplicaron los siguientes comandos: 
 
Switch>enable   
Switch# configure terminal  
Switch (config) #hostname ALS1 
 




Ilustración 10. Hostname.  




3. Configurar los puertos troncales y Port-channels. 
 
Para la configuración de la interfaz se aplicaron los siguientes comandos: 
 
DLS1 (config)# interfacethernet 0/7 
DLS1 (config-if)# switchport trunk native vlan 800 
DLS1 (config-if)# switchport nonegotiate 
 




Ilustración 11. Puerto troncal. 
Fuente: Elaboración propia. 
 
 
4. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3. 
 




Ilustración 12. Configuración VTP versión 3. 









Tabla 1. Direcciones VLAN. 
 
Para la configuración de la interfaz se aplicaron los siguientes comandos: 
 
DLS2 (config)# vtp domain UNAD 
DLS2 (config-if)# vtp version 2 









Ilustración 13. Configuración DLS2. 





6. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 800, 1010, 
1111 y 3456 y como raíz secundaria para las VLAN 123 y 234. 
 
Para la configuración de la interfaz se aplicó el siguiente comando: 
 
DLS1 (config)# spanning-tree vlan 1, 12, 434, 800, 1010, 1111 
 




Ilustración 14. Configuración DLS1. 
Fuente: Elaboración propia. 
 
7. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de estos puertos. 
 
Para la configuración de la interfaz se aplicaron los siguientes comandos: 
 
DLS1 (config-if-range)# switchport trunk native vlan 1010 
DLS1 (config-if-range)# switchport trunk native vlan 3456 
DLS1 (config-if-range)# switchport nonegotiate 
DLS1 (config-if-range)# no shutdown 
DLS1 (config-if-range)# exit 
DLS1 (config)# 
 







Ilustración 15. Puertos troncales DLS1. 
Fuente: Elaboración propia. 
 
8. ALS2Configurar las siguientes interfaces como puertos de acceso, asignados a 




Tabla 2. Puertos de acceso. 
 
Para la configuración de la interfaz se aplicaron los siguientes comandos: 
 
DLS2 (config)# interface range fastethernet 0/16-18 
DLS2 (config-if-range)# switchport acces vlan 567 
DLS2 (config-if-range)# spanning-tree portfast 
DLS2 (config-if-range)# exit 
DLS2 (config)#end 
 






Ilustración 16. Configuración como puertos de acceso DLS2. 

































Al desarrollar esta práctica, puedo concluir que el protocolo EIGRP me parece 
un protocolo practico, debido a que ayuda a mejorar los procesos para la 
implementación de la red del escenario No.1, como lo son los daños que se 
presentan, saber que dispositivos vecinos están conectados, también ayuda 
al enrutamiento de manera ordenada de las diferentes interfaces. 
 
En la realización del trabajo, se evidencia la importancia de la implementación 
del protocolo EIGRP con sus respectivos comandos para configuración de 
redes. 
 
Al desarrollar esta práctica, se evidencia que la aplicación del protocolo VTP 
reduce la administración en una red de switch. 
 
Al desarrollar esta práctica, puedo concluir que el protocolo OSPF es muy 
importante debido a que simplifica su aplicación a distintas redes, ya sean 
grandes o pequeñas; también su gran funcionalidad en evidenciar cual es el 
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