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1 JOHDANTO 
Tämän projektin tarkoituksena oli siirtää Iisalmen Puhelin Oy:n käytössä olevat 
TTMi- ja Tcable -tietojärjestelmät Enfo Oyj:n palvelimelta Iisalmen Puhelin Oy:n 
omalle palvelimelle. Projekti aloitettiin, koska Enfo Oyj irtisanoi palvelusopimuksen 
Iisalmen Puhelin Oy:n kanssa koskien TTMi- ja Tcable -tietojärjestelmien palve-
linalustaa, hallinnointia ja ylläpitoa. Sopimus oli voimassa vuoden 2009 loppuun 
saakka. Iisalmen Puhelin Oy:n hallinto päätyi siihen ratkaisuun, että ohjelmat ja tieto-
kannat siirretään Iisalmen Puhelin Oy:n omille palvelimille. Tämän siirron myötä  
yritys tulee myös säästämään  aiemmin maksetut palvelumaksut. Tavoitteena oli saada 
muutos tehtyä niin, ettei siirrosta aiheudu yritykselle tuotannon katkoksia. Iisalmen 
Puhelin Oy käyttää kyseisiä ohjelmia tuotannossa, myynnissä ja taloushallinnossa. 
 
Iisalmen Puhelin Oy on yläsavolainen, asiakkaidensa omistama tieto- ja viestintätek-
niikan palveluyritys, joka kuuluu Finnet-ryhmään. Yrityksen tarjoamia palveluja ovat 
muun muassa tietoliikennepalvelut sekä kuluttajille että yrityksille Iisalmen, Kiuruve-
den, Lapinlahden, Vieremän ja Sonkajärven alueilla. Yrityksellä on myös kaapeli-tv-
verkko Iisalmen taajama-alueella. Vuonna 2009 yrityksen palveluksessa oli 45 työnte-
kijää, ja vuoden 2008 liikevaihto oli noin 7,2 miljoonaa euroa. 
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2 TTMi- JA TCABLE –JÄRJESTELMÄT 
2.1 TTMi-järjestelmä 
TTMi on asiakashallinta- ja laskutusjärjestelmä, jonka pääasiallisia käyttäjiä ovat kiin-
teän- ja matkapuhelinverkon operaattorit. Järjestelmän on kehittänyt suomalainen oh-
jelmistoyritys Softera Oy. TTMi-tietokanta on Oracle ja sen kehityksessä on käytetty 
myös Oraclen tarjoamia kehitystyökaluja. TTMi toimii Unix-ympäristössä. TTMi-
järjestelmä on Iisalmen Puhelin Oy:n ydinjärjestelmä, jossa on seuraavia toimintoja: 
- myynti, tuote- ja asiakashallinta 
- töiden hallinta 
- materiaalien hallinta 
- laskutus 
- reskontra ja perintä 
- verkon käyttötapahtumien hallinta 
- verkkorekisterirajapinta 
- keskuskomentotulkki. 
 
Tämän järjestelmän siirron yhteydessä Iisalmen Puhelin Oy otti ensimmäisenä ope-
raattorina käyttöönsä uuden 11.7. -version. 
2.1.1 Myynti ja asiakashallinta 
Myynti ja asiakashallinta –moduulilla pystytään asiakaspalvelu hoitamaan monipuoli-
sesti. Moduulissa voidaan selata asiakkaalle tilatut ja tehtävät työtilaukset, laskutetta-
vat palvelut ja tuotteet sekä hallita asiakkaan yhteystietoja. Moduulissa on myös CRM 
(Customer Relationship Management) – tyyppisiä ominaisuuksia, kuten esimerkiksi 
asiakkaan yhteydenottojen järjestelmälliset kuvaukset.   
 
Myyntitoiminnoissa voidaan tehdä kaikki myynnit myymälässä tapahtuvasta laite-
myynnistä monivaiheiseen yritysratkaisuun yritysasiakkaille. Myyntitilanteita on  
myymälässä, puhelimitse tai esimerkiksi sähköpostitse. Syötettäessä myyntitilanteessa 
uuden asiakkaan tietoja voidaan myös tarkistaa luottotiedot tai päivittää olemassa ole-
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van asiakkaan tietoja. Palvelutilauksien yhteydessä voidaan laittaa lisätietoja esimer-
kiksi asentajille toivotusta asennusajasta. 
2.1.2 Töiden hallinta 
Tämä moduuli sisältää toiminnot, joita tarvitaan niin asiakkaalle kuin yrityksen si-
säisissäkin asennettavissa töissä. Töiden hallinnasta löytyvät myös toiminnot työnteki-
jöiden ja asennusryhmien luontiin ja ylläpitoon.  
 
Hallintaosioon kuuluu myös resurssikalenteri. Resurssikalenterilla voidaan ylläpitää 
työtilauksiin liittyviä varauksia ja muita varauksia, esim. asentajien poissaoloja. Myös 
myynti voi seurata resurssikalenteria, mistä on hyötyä asiakaspalvelussa. Asentajat 
tulostavat kalenterin avulla työlistat. 
 
Töiden hallinnasta löytyy myös töiden seuranta, jonka avulla voidaan seurata töiden 
edistymistä. Töitä voidaan seurata esimerkiksi asiakkaittain, asennusryhmittäin, työn-
johtajittain tai vaikkapa tilan mukaan. Seurantanäytöltä saadaan tulostettua raportteja 
mm. Excel-muotoon. 
 
Jos työssä tarvitaan lisätarvikkeita tai työ kestää kauemmin kuin on suunniteltu, voi-
daan työhön lisätä laskutapahtumarivejä. Kun asennustyöt on suoritettu ja mahdolliset 
laskutapahtumarivit syötetty, voidaan työtilaus hyväksyä valmiiksi laskutusta varten. 
Työtilaustapahtumat voidaan tulostaa myös laskulle. 
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2.1.3 Materiaalien hallinta 
Materiaalihallintomoduulilla hallinnoidaan laitteiden, tuotteiden sekä verkon rakenta-
miseen tarvittavien materiaalien tilausta ja varastointia. Materiaalihallinnalla voidaan 
hoitaa ja ylläpitää seuraavia asioita: 
- varastoja 
- materiaalien perustietoja 
- hankintaehdotuksia 
- tarjouksien hallintaa 
- hankintojen ja vastaanottojen hallintaa 
- ostolaskujen käsittelyä 
- varastosta otto- ja palautustyökalu 
- siirtää materiaaleja eri varastoihin 
- inventointia 
- raportointia ja seurantaa. 
 
Järjestelmään voidaan asettaa varastossa olevien tuotteiden seuranta. Seurannassa voi-
daan asettaa esimerkiksi hälytysrajat tuotemäärille. Tämän jälkeen järjestelmä tekee 
automaattisen hankintaehdotuksen, mikäli raja alittuu. Varastoja on mahdollista seura-
ta varasto- ja yritystasolla. Järjestelmästä saadaan raportteja esimerkiksi inventaarioi-
den eroavaisuuksista, varastotapahtumista, hinnoista, tilauksista sekä varastosaldoista. 
2.1.4 Laskutus 
Yrityksen kertamyyntitapahtumien ja kuukausittain tapahtuvien palveluiden laskutus 
hoidetaan laskutusmoduulilla. Pääsääntöisesti tällaiset laskutustapahtumat ovat peräi-
sin muun muassa 
- palveluista 
- laskutettavien palveluiden kuukausimaksuista 
- myyntitapahtumista 
- asennuksista ja palveluista 
- maksumuistutuksista ja perintämaksuista 
- yrityksen muista ulkoisista järjestelmistä. 
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Laskutuksen rajapinnat ovat muun muassa laskutuksen tulostuspalvelu ja pankkien 
AMP- (automaattinen maksupalvelu) sekä suoraveloitukset. 
2.1.5 Reskontra ja perintä 
Reskontra- ja perintämoduulilla voidaan hallita asiakkaiden reskontra- ja perintätoi-
mia. Pankeilta tulevat maksusuoritustiedot ajetaan yleensä kerran vuorokaudessa jär-
jestelmään, jossa automaattinen kohdistus merkitsee laskut maksetuiksi viitteen perus-
teella ja laskee mahdollisen koron. Asiakkaan maksaessa laskun suoraan myymälään 
käytetään yksinkertaisempaa käyttöliittymää.  
2.1.6 Verkon käyttötapahtumien hallinta 
Käyttötapahtumien hallinta hinnoittelee verkon käytöstä aiheutuneet tapahtumat, joita 
ovat esimerkiksi lankapuhelinverkossa soitetut puhelut. Lähtökohtana käytetään ver-
koista saatavia tikettejä, joita on mahdollisesti muokattu erilaisilla mediaattoritoimin-
noilla. Tiketti on tietue, jolla siirretään tietoa esimerkiksi puheluista laskutukseen. 
Hinnoittelua suoritetaan TTMi-järjestelmässä jatkuvana prosessina eli tiketit hinnoi-
tellaan sitä mukaa, kun ne tuodaan järjestelmään. Tiketit luokitellaan tapahtumalajei-
hin järjestelmässä määriteltyä luokitustietoa käyttäen.  
2.1.7 Verkkorekisterirajapinta 
Kun kiinteään verkkoon suoritetaan asennuksia tai siirtoja, asennukset vaativat reitti-
tiedon määritystä verkkorekisterissä. Tämä rajapinta sisältää kaikki toiminnallisuudet, 
joissa reittitiedot välittyvät verkkorekisteristä TTMi-järjestelmään ja asiakastiedot 
TTMi-järjestelmästä verkkorekisteriin. Verkkorekisterin ja TTMi-järjestelmän yhtei-
siä tietoja ovat laitepaikkatiedot. Verkkorekisterirajapinta toimii lähinnä TTMi-
järjestelmän töidenhallinnan ja verkkorekisterin välillä.  
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2.1.8 Keskuskomentotulkki 
Työtilaukset on mahdollista välittää komentotulkille joko automaattisesti tai ohjata 
myös yksitellen. Komentotulkilla voidaan testata erityistä käyttöliittymää. Tällöin 
käyttäjä valitsee välitettävän komennon ja saa vasteen välittömästi komennon suoritet-
tua. Komentotulkki tukee kaikkia tunnetuimpia keskustyyppejä, muun muassa Erics-
son AXE ja Nokia DX. Komentotulkin ja keskusten välinen tiedonsiirto hoidetaan 
suoralla sarjaliikenneyhteydellä.  
2.2 Tcable-verkkotietojärjestelmä 
Teleoperaattorit käyttävät Tcable-verkkotietojärjestelmää siirtojärjestelmä-, kaapeli-
tv- sekä televerkkojen hallintaan. Tuotantokäytössä tämä järjestelmä on ollut vuodesta 
1992. Järjestelmällä voidaan pitää kuvat, raportit ja tulosteet ajan tasalla sekä lisäykset 
verkkoon ja muutokset järjestelmään ovat helposti hallittavissa. Verkkotietojärjestel-
mällä onnistuu verkon resurssien asiakas- ja käyttötietojen dokumentointi. Tämä 
verkkotietojärjestelmästä sisältää tuen esimerkiksi seuraaville verkko-operaattorin 
perustoiminnoille: 
- verkon rakentamiselle 
- verkon suunnittelulle 
- vikojen hallintaan ja paikannukseen 
- verkon kunnossapitoon 
- saatavuuskyselyille 
- hallinnolle ja asiakaspalvelulle 
- maastomittauksille 
- WWW-käyttöliittymälle.  
 
TTMi- ja Tcable – järjestelmien yhdistämisellä voidaan laajakaistaliittymien tilaus ja 
kytkentä automatisoida niin pitkälle, ettei manuaalista työtä tarvita välissä ollenkaan. 
2.2.1 Verkkosuunnittelu 
Tällä verkkotietojärjestelmällä voidaan verkkosuunnittelua tehdä joustavasti sekä hal-
litusti. Järjestelmää voi käyttää useampikin suunnittelija yhtä aikaa samalla maantie-
teellisellä alueella sekä heidän omia suunnitelmiaan voidaan päivittää rinnakkain. 
Suurista verkoista on mahdollista tulostaa tiiviit kaaviokuvat ja tulosteet ja raportit 
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ovat helposti tulostettavissa. Raportit palvelevat myös taloushallintoa, budjettia sekä 
materiaalihallintoa. Myös erilaisilla raportointityökaluilla on mahdollista muodostaa 
tarvittavia raportteja. Verkon suunnittelussa voidaan myös hyödyntää maastomittaus-
tiedot, joita voidaan liittää suunnittelussa olevaan verkkoon ilman, että verkon raken-
netta dokumentoidaan uudelleen. Dokumentoinnin tarkkuutta voidaan lisätä siirtämäl-
lä takymetri- ja GPS-laitteilla saadut tiedot järjestelmään.   
2.2.2 Osoiterekisteri ja saatavuuskyselyt 
Saatavuuskyselyt voidaan suorittaa käyttämällä virallisia osoitteita, jotka saadaan jär-
jestelmässä olevasta osoiterekisteritoiminnallisuudesta. Näiden virallisten osoitteiden 
lähteenä on väestörekisterikeskuksen (VRK) osoiterekisteri. 
2.2.3 Raportit ja tulosteet 
Erilaisia raportteja on mahdollista saada verkkorekisteritiedoista sekä suunnitelmista. 
Järjestelmä sisältää useita valmiita raportteja, joita operaattoreiden on oletettu tarvit-
sevan. Tarvittavia kuvia on mahdollista tulostaa kaaviosta tai verkkokartasta. Sekä 
vektori- että rasterimuotoista karttaa on mahdollista käyttää tausta-aineistona tulos-
teissa. Tietojärjestelmästä sisältää tuen kaikille yleisimmille vektori- ja rasteriformaa-
teille.  
2.2.4 Yliheittojen hallinta ja verkon kunnossapito 
Tcable-tietojärjestelmä auttaa yliheittojen suunnittelussa ja järjestelmästä löytyykin 
erilaisia apuvälineitä arvioimaan, onko suunnitelma toteutuskelpoinen. Kun suunni-
telma on tarkistettu, yliheitto voidaan suorittaa nopeasti ilman että toiminta häiriintyy. 
Tietojärjestelmään on myös mahdollista tallentaa kunnossapitotietoja, joiden ylläpito 
onnistuu järjestelmän avulla.  
2.2.5 Verkkorekisteri 
Tietojärjestelmässä oleva verkkorekisterisovellus tukee verkon, kytkentäreittien sekä 
ristikytkentöjen hallintaa, dokumentointia ja resurssien hallintaa. Näihin rekisteritie-
toihin voidaan suorittaa kyselyjä, joita voivat olla esimerkiksi mikä on kytkentäpäät-
teiden ja kaapeleiden käyttöaste. Asiakastietojärjestelmästä on jatkuva yhteys verkko-
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rekisteriin. Tämä rekisteri antaa myös mahdollisuudet kytkentäreittien varaukseen, 
vapauttamiseen ja hakuun. Jos käyttöasteen rajat on asetettu, järjestelmä hälyttää yli-
menevistä yhteyksistä.  
2.2.6 Siirtojärjestelmien hallinta 
Siirtojärjestelmien hallinnalla tarkoitetaan erilaisten siirtojärjestelmäyhteyksien sekä –
laitteiden hallintaa, siirtojärjestelmäverkkojen suunnittelua sekä dokumentointia. Siir-
tojärjestelmälaitteiden yli reititettävät yhteydet muodostavat kapasiteetin, jota kutsu-
taan siirtojärjestelmäyhteyksiksi. Siirtojärjestelmän ulkoiset ja sisäiset kytkennät voi-
daan Tcablella dokumentoida. Tällä verkkotietojärjestelmällä on myös mahdollista 
hallita linkkiyhteyksiä ja ”verkkopilviä”. Näitä ominaisuuksia voidaan käyttää esi-
merkiksi silloin, kun on vuokrattu toiselta operaattorilta jokin verkon osa, jota ei tun-
neta. Siirtojärjestelmistä on myös mahdollista tulostaa erilaisia kaavioita sekä kaa-
viokuvia maantieteellisiltä alueilta.  
2.2.7 WWW-käyttöliittymä 
Tekla Oyj ja Softera Oy ovat yhteistyöllä kehittäneet extranet- ja intra-käyttöön suun-
nitellun www-liittymän, joka käyttää Teklan WebMap-teknologiaa. Tällä liittymällä 
on mahdollista käyttää helppokäyttöistä Internet-selaimessa toimivaa näkymää verk-
koaineistoon. Tämä liittymä on tarkoitettu yhteistyökumppaneille sekä yrityksen työn-
tekijöille. Erillisellä konfigrointityökalulla voidaan eri käyttäjille tai käyttäjäryhmille 
määritellä katseluun erilaiset säännöt ja oikeudet. Näitä voisivat olla esimerkiksi ver-
kon rakennukseen osallistuvalla alihankkijalla näkyy pelkästään rakennettavana ole-
van verkon suunnitelma sekä kaapelinnäyttäjille näkyy pelkästään putkien ja kaape-
leiden sijaintitiedot.  
 
Samalle näkymälle puhelinkaapeleiden kanssa on mahdollista saada muitakin Teklan 
tuotteita, esimerkiksi vesi- ja/tai sähköjohdot. Tämän mahdollistaa käytössä oleva 
teknologia. 
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2.2.8 Rajapinnat 
Tcable-verkkotietojärjestelmä sisältää liittymän TTMi-laskutusjärjestelmään ja – asia-
kashallintaan, josta voidaan reaaliaikaisesti hakea työtilaukset, sopimus- ja asiakastie-
dot. Näiden kahden tietojärjestelmän saumattomasta yhteentoimimisesta on operaatto-
rille suurta apua tilaus- ja myyntiprosessiin. Tcable-verkkotietojärjestelmä on myös 
liitettävissä muihinkin tietojärjestelmiin, kuten esimerkiksi verkkoelementtien hallin-
tajärjestelmiin.  
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3 TESTAUS 
Testauksen määrittely nykykirjallisuudessa noudattelee useimmiten Glenford J. Myer-
sin vuonna 2004 julkaisemaa teosta The Art of Software Testing , jossa testausta mää-
ritellään ”prosessiksi, jonka tarkoituksena on ohjelman suorittaminen virheiden löy-
täminen” (Glenford J. Myers; The Art of Software Testing 2004). Tavoitteena testauk-
sessa on siis löytää ohjelmasta virheitä. 
 
Aikojen saatossa ovat vaihdelleet testauksen tavoitteet sekä sovelluskehityksessä käy-
tettävät vaiheet ja tehtävät. The growht of software testing  –artikkelissa D. Gelper ja 
B. Hetzel kuvaavat neljä erilaista testauksen historiallista kehitysvaihetta. Testaus 
keskittyi digitaalisen tietojenkäsittelyn alussa laitteistoon. Testausta ja manuaalista 
virheenjäljitystä ei eroteltu toisistaan ohjelmoinnissa. Tätä kyseessä olevaa testauksen 
aikakautta he kutsuivat virheenjäljityssuuntautuneeksi. 
  
Ohjelmien määrien kasvaessa sekä ohjelmien kokonaisuuksien ja tuotantokustannus-
ten kasvun aiheuttama taloudellinen riski ohjelmistotuotannossa kasvoi, mikä lisäsi 
testauksen merkitystä. 1950-luvun lopulla testauksessa siirryttiin toteennäyttösuuntau-
tuneeseen jaksoon. Varsinaisesta testauksesta erotettiin virheenjäljitys, vaikkakin mo-
lemmat käsitteet sisälsivät virheiden tunnistusta ja etsimistä sekä korjausta ja paikan-
nusta. Tavoitteet erosivat toisistaan siten, että ohjelman toimivuus varmistettiin vir-
heenjäljityksellä ja testauksen tavoitteena oli toteennäyttää ohjelman toimivuus ja se 
että se täytti vaatimukset. 
 
1970-luvun lopulla alkanutta testauksen aikakautta kutsuttiin hävittämissuuntautunei-
seksi. Tällöin tavoitteeksi testauksessa asetettiin virheiden löytäminen ohjelmasta. 
Tällä aikakaudella testaus liittyi suuresti virheiden etsimistoimenpiteisiin, joita olivat 
ohjelman analysointi sekä katselmointi. 1980-luvun alkupuolella alkoi tutkijoiden 
mukaan arviointisuuntautunut aikakausi. Tällä aikakaudella testaus koetaan osana 
kokonaisuutta, jossa liitetään toisiinsa ohjelman analysointi, testaustoimenpiteet sekä 
katselmointi. Tämän integroinnin tarkoituksena on tuotteen arviointi koko sen elinkaa-
ren ajan. Tausta-ajatuksena tässä on, ettei yksittäinen testaustekniikka, validointi tai 
verifiointi takaa oikein toimivaa tai virheetöntä ohjelmaa. Jokaiseen projektiin huolel-
la valittu joukko kyseessä olevia tekniikoita voi auttaa projektin onnistumisessa. (Sa-
tukangas, 2003: 2-4)(Gelperin and Hetzel, 1988) 
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Estosuuntautuneeksi aikakaudeksi testauksessa kutsutaan viimeisempää kehityssuun-
taa, joka sai alkunsa 1980-luvun lopulla. Keskeisenä tavoitteena testauksessa oli vir-
heiden estäminen. Tavoitteeseen päästiin liittämällä sovelluskehitysprosessin alussa 
testaus osaksi prosessia jo alkuvaiheessa. Testiaineiston suunnittelu prosessin aikai-
sessa vaiheessa vaatimusten ja arkkitehtuurimäärittelyn perusteella aiheuttaa kysy-
myksiä, jotka voivat paljastaa erilaisia puutteita. Näitä ovat muun muassa lähdeaineis-
ton riittämättömyys, ristiriitaisuus, tulkinnanvaraisuus ja suoranaiset virheet silloin, 
kun niiden korjaaminen vielä on yksinkertaista ja kustannuksiltaan vähäistä verrattuna 
myöhäisempiin kehitysvaiheisiin. Näillä voidaan siis parantaa ohjelmakoodin ja mää-
rittelyjen laatua, kun testaus otetaan huomioon ennen varsinaisien testitapausten suo-
rittamista. Testausta voidaan pitää yhtenä riskienhallinnan osana. Jotta ohjelman toi-
minnassa ilmenevien vikojen ja häiriöiden todennäköisyys voidaan arvioida, olisi suo-
siteltavaa perustaa testitapausten suunnittelu ja testausstrategia tämän pohjalle. (Satu-
kangas, 2003: 2-4) 
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4 TESTAUSMENETELMÄT 
Testausmenetelmät voidaan luokitella kahteen eri luokkaan, rakenteelliseen testauk-
seen ja toiminnalliseen testaukseen. Rakenteellisessa testauksessa ohjelman yksityis-
kohdat sekä sisäiset rakenteet ovat testaajan hyödynnettävissä ja nähtävissä testitapa-
uksia suunniteltaessa. Toiminnallisessa testauksessa puolestaan testattavaa järjestel-
mää tai ohjelmaa käsitellään mustana laatikkona. Testaajalla ei ole tietoa tämän laati-
kon yksityiskohdista tai sisäisestä rakenteesta. (Satukangas, 2003: 5). 
4.1 Lasilaatikkotestaus 
Lasilaatikkotestauksessa eli rakenteellisessa testauksessa testitapaukset perustuvat 
ohjelman tai sovelluksen lähdekoodin tarkasteluun ja analysointiin. Tätä testaustapaa 
kutsutaan myös white box –testaukseksi. Rakenteellisessa testauksessa on mahdollista 
testata ohjelmaa pieninä kokonaisuuksina tai paloina, jolloin voidaan erittäin tarkasti 
käydä läpi ongelmalliset moduulit. Tällöin testaaja näkee jo testatut koodirivit, suori-
tuspolut sekä haaraumat. Testaaja voi tarpeen vaatiessa lisätä testitapauksia, joilla saa-
daan sellaisia koodin osia, joita ei ole vielä testattu. Kattavuudella ilmaistaan testauk-
sen riittävyyttä. 
 
Testitapausten suunnittelussa ja laadinnassa ohjelmakoodin käyttö auttaa poistamaan 
testitapauksia, joita käsitellään toiminnallisuuksien eroavaisuuksista huolimatta sa-
moilla rutiineilla. Tarkalla lähdekoodin tarkastelulla mahdollistetaan myös ohjelmassa 
olevien poikkeuskäsittelyjä testaavien testitapausten luonti. Ohjelmassa olevat sisäiset 
raja-arvot, joista muuten on hankala saada tietoa, nähdään heti ja niiden testaamiseen 
voidaan luoda sopivat testitapaukset. Myös ohjelmakoodissa olevat algoritmit ovat 
nähtävillä. Lasilaatikkotestauksella voidaan eliminoida tiedettyjä virheitä tai virheläh-
teitä, joita esiintyy tunnetuimmilla algoritmeilla. Matriisin kääntäminen voidaan esit-
tää esimerkkinä, jolla tiedetään olevan useita eri mahdollisuuksia laskea tulos väärin ja 
joka voidaan myös suorittaa monella eri tavalla. Lasilaatikkotestauksen eduksi voi-
daan lukea myös sen automatisoinnin helppous verrattuna mustalaatikkotestaukseen. 
(Satukangas, 2003: 5-6) 
 
Lasilaatikkotestauksen ongelma on esimerkiksi se, että testitapausten laatijan on pys-
tyttävä analysoimaan ohjelman koodia. Ainoastaan testausprosessin alkuvaiheessa 
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käytetään ohjelmistokoodin rakenteeseen perustuvia menetelmiä; suurin osa yksikkö-
testauksesta on lasilaatikkotestausta ja integrointitestauksesta noin puolet. Resursoin-
nin vuoksi on järkevää, että ohjelman koodaaja suorittaa vähintään yksikkötestauksen 
sekä integrointitestauksen. 
 
Tehokasta ja tuottavaa testaussuunnitelmaa testattaville suurille sovelluksille tai alijär-
jestelmille ei voida tuottaa laatikkomenetelmiin. Ainoastaan ohjelmistokoodiin perus-
tuvin testausmenetelmin voidaan varmistaa, että ohjelmakoodi antaa halutun toimin-
nan tietyllä suorituspolulla. Näillä toiminnoilla ei oteta kantaa siihen, saadaanko suori-
tuspolulla odotetut toiminnat. Virheiden puuttumisesta tai ohjelmistolle luotujen vaa-
timusten täyttymisestä eivät korkeat kattavuusarvot kerro. Lasilaatikkotestauksessa 
eivät ilmene tietyn toiminnallisuuden puuttuminen eikä ohjelmasta mahdollisesti puut-
tuvat osat. Jos halutaan etsiä esimerkiksi ristiriitaisuuksia käyttöliittymässä, ajastuk-
seen liittyviä virheitä, odottamattomia virhetilanteita, erilaisia määrä-, laitteisto- tai 
kuormitusvirheitä, lasilaatikkotestaus on menetelmänä huono myös tässä testauksessa.  
4.2 Mustalaatikkotestaus 
Toiminnallisella eli mustalaatikkotestauksella tarkoitetaan sitä, että testaaja ei tiedä 
testattavan ohjelman tai järjestelmän sisäistä rakennetta tai sen yksityiskohtia. Järjes-
telmään tai ohjelmaan syötetään tietoja (syötteitä) ja annettujen syötteiden antamia 
näkyviä tuloksia verrataan oikeellisuuden varmistamiseksi oraakkelin tulokseen. 
Oraakkeli tarkoittaa keinoa tai välinettä, jolla saadaan tieto käyttäytymisestä, jonka 
oraakkelin odotetaan antavan. Mustalaatikkotestauksella siis pyritään testaamaan oh-
jelmiston tai järjestelmän ulkoisesti havaittavien toiminnallisuuden testaamiseen. 
Toiminnallinen testaus keskittyy siis ohjelman ulkoisesti havaittavan toiminnallisuu-
den ja piirteiden testaamiseen. Tavanomaisessa kielessä termillä testaus viitataan juuri 
toiminnallisuuteen perustuviin menetelmiin. 
 
Täydellinen testaaminen, jolla tarkoitetaan kaikkien mahdollisten syötteiden antoa 
sekä tulosten verifiointia, on valittavissa olevien valtavien syötemäärien vuoksi käy-
tännössä lähes täysin mahdotonta. Jotta testaus olisi taloudellisesti järkevää, on testa-
ukseen valittava jollain menetelmällä ne syötteet, jotka ovat ohjelman tai järjestelmän 
kannalta järkevää. Testattavien arvojen valinnassa hyödynnetään syöteavaruutta, jolla 
tarkoitetaan kaikkien mahdollisten syötteiden arvoja, jakamalla se osajoukkouhin. 
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Arvoaluetestaus sekä ekvivalenssiluokittelu ovat esimerkiksi tällaisia menetelmiä. 
Nämä menetelmät perustuvat mahdollisten syötteiden jakamisen osajoukkouhin, joissa 
alkioiden oletetaan järjestelmässä tai ohjelmassa käyttäytyvän samalla tavoin. Tämä 
tarkoittaa sitä, valitsemalla minkä tahansa jäsenen osajoukosta testauksen tulos sen 
joukon osalta on sama. Tällä tavoin testaus voidaan suorittaa kohtuullisella määrällä 
testitapauksia eikä tarvitse testata koko syöteavaruutta. On mahdotonta todellisuudes-
sa tietää, käsitteleekö ohjelma tai järjestelmä samaan luokkaan asetetut arvot samalla 
tavoin. Näin ollen luokittelu perustuu aina testaajan näkemykseen ja kokemukseen, 
jolla hän voi olettaa ohjelman tai järjestelmän toimivan erilaisilla syötteillä. Tätä ole-
tusta voidaan joutua testauksen aikana joko tarkistamaan tai muuttamaan. 
 
Toiminnallisen testauksen etu on se, että soveltuu testauksen kaikille tasoille. Verrat-
tuna lasilaatikkotestaukseen mustalaatikkotestausmenetelmät havaitsevat myös ohjel-
masta mahdollisen puuttuvan toiminnallisuuden sekä piirteet ja mahdolliset virheelli-
set suorituspolut. Ongelmana puolestaan mustalaatikkotestausmenetelmissä on se, että 
testauksen teho riippuu suurelta osin sovelluksen määrittelyn tasosta sekä testitapaus-
ten suunnittelijan kyvystä tulkita niitä oikein. 
 
Mustalaatikkotestaukseen kuuluvat myös esimerkiksi käyttöliittymän, suorituskyvyn 
ja kuormituksen testaus. Hyväksymis- ja järjestelmätestaus suoritetaan käytännössä 
kokonaan toiminnallisin menetelmin. Kahdesta eri testaustavoista on muistettava se, 
kumpikaan, lasi- ja mustalaatikkotestaus, eivät ole toisiaan poissulkevia; päinvastoin, 
ne ovat toisiaan täydentäviä lähestymistapoja, joilla kummallakin on omat soveltamis-
alueensa. Näillä testausmenetelmillä voidaan löytää ohjelmasta tai järjestelmästä vir-
heitä, vaikka kummassakin on myös omat rajoitteensa. Näiden tekniikoiden välissä on 
myös joukko erilaisia hybriditekniikoita, niin sanottuja harmaalaatikkomenetelmiä, 
joissa vaihtelevassa määrin hyödynnetään molempia testaustekniikoita ja jotka ovat 
käyttökelpoisia kaikilla testauksen tasoilla.  
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5 TESTAUSTASOT 
Testauksen tarkoituksena on löytää järjestelmästä tai ohjelmasta mahdollisimman pal-
jon virheitä sekä osoittaa järjestelmän täyttävän sille asetetut vaatimukset. Testaus 
olisikin hyvä suorittaa tuotettuja määrittely- ja suunnitteludokumentaatiota vastaan. 
 
 
 
 
        
         
         
         
         
         
         
         
         
         
         
         
         
         
         
         
         
         
         
         
         
         
         
          
Kuva 1. Testauksen eri vaiheet ja raportit. 
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5.1 V-malli 
V-mallin mukaisesti erilaisia testaustapoja ovat järjestelmätestaus, integrointitestaus ja 
moduulitestaus. Hyväksymistestaus voidaan joskus suorittaa järjestelmätestauksen 
jälkeen. Lasilaatikkotestaus alkaa siirtyä kohti mustalaatikkotestausta siirryttäessä V-
mallissa alhaalta ylöspäin. 
 
 
Kuva 2. V-malli. 
 
Testauksen suunnittelu suoritetaan suunnittelutasoa vastaavalla testaustasolla (kuva 2). 
Ohjelmiston toiminnot, toteutukselle asetettavat rajoitukset sekä ulkoiset vaatimukset 
kuvataan määrittelyvaiheessa. Määrittelyvaiheessa suunnitellaan järjestelmätestaus. 
Järjestelmä jaetaan omiin, itsenäisiin moduuleihin (osiin), kun suunnitellaan arkkiteh-
tuuria. Tämä osio sisältää integrointitestauksen suunnittelun. Moduulitestauksen 
suunnittelu kuuluu moduulisuunnitteluvaiheeseen, jossa suunnitellaan jokaisen mo-
duulin sisäinen rakenne. Testauksesta syntyviä tuloksia verrataan näissä vaiheissa ta-
pahtuneissa suunnitteluissa syntyneisiin dokumentteihin. 
 
Näiden testaustasojen lisäksi asiakkaat ja käyttäjät voivat suorittaa hyväksymistesta-
uksen. Näin varmistetaan järjestelmän toimivuus ja se että tuote on valmis käyttöönot-
toon. Testitapaukset on suositeltavaa suunnitella asiakkaan kanssa mahdollisimman 
pian vaatimusmäärittelyn teon jälkeen. (Software Business Competence) 
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5.1.1 Moduulitestaus eli yksikkötestaus 
Yksittäinen moduuli testataan moduulitestauksessa. Alle tuhannen ohjelmarivin loo-
gista kokonaisuutta, joka on ohjelmasta erotettavissa oleva osa, kutsutaan moduuliksi. 
Tyypillisesti moduuli sisältää funktioita, jotka käsittelevät kyseessä olevaa tietoa. Li-
säksi funktiot sisältävät tietomäärittelyjä. Tavallisimmin moduulia verrataan tekniseen 
määrittelydokumenttiin sekä arkkitehti- ja moduulisuunnittelun tuloksiin. Yleisesti 
moduulin toteuttaja suorittaa testauksen. Pääsääntöisesti testit ovat mustalaatikkoteste-
jä. Myös lasilaatikkotestausta voidaan käyttää, jos prosessit ovat hankalia ja vaikeita. 
Testeissä keskitytään sisäiseen logiikkaan ja tietorakenteisiin. Virheiden löytyminen 
on helpompaa, kun moduuli suorittaa vain yhden tehtävän ja testitapausten määrä vä-
henee. Toiminnan ja määrittelyn väliltä pyritään löytämään myös ristiriidat moduuli-
testauksessa. Pelkästään ainoaksi testausmenetelmäksi moduulitestaus ei sovellu, kos-
ka moduulit eivät ole suuria kokonaisuuksia vaan ne ovat vaan ohjelman osasia. 
(Software Business Competence).  
5.1.2 Integrointitestaus 
Moduuliryhmien ja moduulien yhdistäminen suoritetaan integrointitestauksessa. Pie-
nimmät osat kerätään testauksessa yhteen ja testausta suoritetaan niin kauan, että koko 
systeemi on saatu kasattua. Painopiste on moduulien välisten rajapintojen toimivuuden 
tutkiminen. Integrointitestausta on usein turha tarkastella moduulitestauksesta erillään, 
koska se etenee rinnakkain moduulitestauksen kanssa. Koska testattava kokonaisuus 
kasvaa, vaikeutuu koko koodin läpikäynti ja näin ollen moduulitestauksella on hel-
pompi saavuttaa parempi testauksen kattavuus. Integrointitestaus voidaan suorittaa 
kahdella tavalla: osittavalla eli jäsentävällä integroinnilla ylimmän tason moduuleista 
alaspäin tai kokoavalla tavalla. Kokoava eli pienistä osista isompiin kokonaisuuksiin 
on tavallisin testaustapa. (Satukangas, 2003: 10-12) 
 
Integrointitestauksen tarkoituksena on varmistaa, että kootut ohjelmiston osat toimivat 
määritellysti keskenään sekä löytää ja korjata mahdollisimman paljon yhteensoveltu-
mattomia moduuleita. Vaikka yksittäiset moduulit olisivatkin osoittautuneet toimivik-
si, on mahdollista löytää virheitä. Testitapaukset muodostetaan siten, että voidaan pal-
jastaa virheitä moduuleiden yhteistoiminnassa. 
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5.1.3 Järjestelmätestaus 
Järjestelmätestauksella tarkoitetaan sitä, että koko järjestelmä tarkastetaan ja siitä saa-
tuja tuloksia verrataan dokumentaatioon, joka syntyi määrittelyvaiheessa. Tähän testa-
ukseen olisi hyvä valita sellaiset testaajat, jotka eivät ole lainkaan tai ovat mahdolli-
simman vähän osallistuneet järjestelmän kehitystyöhön. Järjestelmätestauksessa testa-
taan myös järjestelmän niin sanotut ei-toiminnalliset ominaisuudet, joita ovat muun 
muassa asennustestit, luotettavuustestit sekä kuormitustestit. Uusia virheitä voi syntyä 
virheiden korjaamisesta. Useisiin moduuleihin voidaan joutua tekemään muutoksia 
järjestelmätestauksessa esiin tulleen virheen korjauksen yhteydessä. Jos jostain syystä 
jotain muutostarvetta ei huomata, joudutaan muutkin moduulit testaamaan sekä suorit-
tamaan järjestelmätestaus uudestaan. Jos uudelleentestausta ei saada automatisoitua, 
voi tämän suorittaminen tulla erittäin kalliiksi. Uudelleentestausta kutsutaan myös 
regressiotestaukseksi. (Software Business Competence).  
  
Aiempien integraatiotestien uudelleen ajaminen on helpoimmillaan regressiotestausta. 
Yleensä kaikkien testien läpikäyminen ei ole mahdollista testaukseen käytettävän run-
saan ajankäytön vuoksi. Jos tarkoituksena on testata vaikutusalue, johon muutettu oh-
jelmakoodi vaikuttaa, yleensä suurin osa ajettavista testeistä on turhia. Näin ollen reg-
ressiotestaus voidaan rajata tiettyihin ohjelmiston komponentteihin, joiden seuraukse-
na on mahdollista rajata suoritettavien testien määrä.  
5.1.4 Hyväksymistestaus 
Testausmenetelmällä pyritään osoittamaan järjestelmän suoriutuminen sille asetetuista 
asiakkaan vaatimuksista. Lopuksi järjestelmätestauksen yhtenä osana voidaan suorit-
taa hyväksymistestaus. Toki hyväksymistestaus voidaan suorittaa omanakin testauk-
senaan järjestelmätestauksen jälkeen. Testauksen suorittavat käyttäjät ja asiakkaat, 
jotta nähdään, onko ohjelmisto tai järjestelmä sellainen millaisen he ovat tilanneet. 
Hyväksymistestaus jaetaan kahteen eri testaukseen: alfatestaukseen ja beetatestauk-
seen. Alfatestauksessa käyttäjät testaavat järjestelmää toimittajan tiloissa, kun taas 
beetatestauksessa järjestelmää testataan oikeassa ympäristössä. Hyväksymistestaus 
perustuu käyttäjän näkemykseen ohjelman toiminnasta, mutta ei välttämättä mihin-
kään dokumenttiin. Tarvittaessa järjestelmä- ja hyväksymistestaus voidaan myös yh-
distää. (Software Business Competence). 
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5.2  Virheet 
Eri vaiheessa paljastuvat virheet voidaan V-mallin mukaan luokitella seuraavasti :  
- moduulitestauksessa ilmenneet ohjelmointivirheet  
- integrointitestauksessa ilmenneet suunnitteluvirheet  
- järjestelmätestausvaiheessa esiintyneet virheet voivat pahimmassa 
tapauksessa johtaa koko prosessin alkuun eli määrittelyvaiheeseen, 
joka on mahdollisesti suoritettu virheellisesti. 
 
Johtopäätöksenä voidaan todeta, että kustannukset virheiden korjaamisessa kasvavat 
ylöspäin mentäessä, koska mitä pidemmällä järjestelmän tai ohjelman testauksessa 
ollaan menossa, sitä kauempaa joudutaan asioita korjaamaan.  
5.3 Virheiden raportointi 
Ilmenneet virheet tulisi kirjata sekä koota keskitetysti. Näin voidaan seurata virheiden 
korjaustilannetta. Kaikista löytyneistä virheistä olisi hyvä kirjata ainakin seuraavat 
asiat : 
- virheen löytäjä 
- virheen tunniste 
- millainen virhetilanne oli (tapahtumakuvaus, vaikutukset sekä miten 
virhe saadaan aikaan) 
- virheen vakavuus (esimerkiksi luokitusta : KRIITTINEN, SUURI, 
PIENI, KOSMEETTINEN) 
- missä vaiheessa projektia virhe ilmaantui, esimerkiksi 
moduulitestausvaihe vai  hyväksymistestausvaihe 
- mikä on virheen tilanne, esimerkiksi korjattu, odottaa korjausta.  
  
Virheluokittelu on sopimuskysymys. Tärkeintä on, että kaikki testaajat ja testaukseen 
osallistuvat tietävät käytössä olevat luokitteluperusteet. Seuraavana esimerkki 
virheluokituksesta. (Mielikäinen, 2006-2007) 
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Taulukko 1.  Virheluokitus 
KRIITTINEN 
Virhe on erittäin vakava ja yleensä estää testauksen jatkamisen joko kokonaan 
tai osittain. Korjattava välittömästi. 
SUURI 
Virhe on vakava. Testausta voidaan jatkaa. Korjattava mahdollisimman pikai-
sesti 
PIENI Virhe on häiritsevä. Ei häiritse testausta, mutta korjataan lopulliseen versioon 
KOSMEETTINEN 
Virhe on lähinnä kosmeettinen eikä välttämättä aiheuta toimenpiteitä, ainakaan 
pikaisia. Vaikuttaa kuitenkin käyttäjien asenteeseen, joten korjataan.  
 
5.4 Testauksen raportointi 
Testauksen raportoinnissa tärkeimmät dokumentit ovat 
- virheraportti 
- testauspöytäkirja 
- testitapausdokumentti 
- testaussuunnitelma. 
 
Näiden dokumenttien avulla voidaan tarkasti analysoida testauksen onnistumista sekä 
saadaan tärkeää tietoa testauksen eri vaiheista ja etenemisestä. 
5.4.1 Testaussuunnitelma 
Suunnitelmalla ohjataan testauksen aikaista toimintaa. Testaussuunnitelmasta olisi 
hyvä ilmetä seuraavat asiat: (Mielikäinen, 2006-2007)  
- testattavan kohteen kuvaus 
- millaisessa testausympäristössä testaus suoritetaan (ohjelmistot, 
apuvälineet, laitteistot, ohjelmistot)  
- vastuut, joista selviää kuka vastaa mistäkin osa-alueesta, kuka korjaa 
tai kuka testaa  
- dokumentit, mitä testauksessa tarvitaan ja mitä tuotetaan  
- testauksen rajaus 
- miten testaus suoritetaan, esimerkiksi 
o testauksen kohteet 
o tehtäväjärjestys 
o standardit ja teknologiat  
o miten virheet luokitellaan (periaatteet) 
o menetelmät 
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- testitapaukset 
- kriteerit, esimerkiksi  
o prosessin hylkäämis- ja hyväksymiskriteerit 
o milloin testaus voidaan keskeyttää 
o  milloin lopettaa  
- testauksen arvioitu työmäärä sekä aikataulu. 
 
5.4.2 Testitapausdokumentti 
Käyttötapaukset, jotka löytyvät määrittelydokumentaatiosta, sopivat testitapauksiksi 
erinomaisesti. Tämän lisäksi on hyvä kehittää muita tapauksia, joilla voidaan löytää 
mahdolliset virheet. Tässä asiassa rajana toimivat ainoastaan testaajan ja testitapausten 
mielikuvitus. Joitakin esimerkkejä: 
- järjestelmän toiminta ääriarvoilla (mahdolliset ylivuodot) 
- virheellisten tietotyyppien käyttäminen järjestelmässä, esimerkiksi 
numeroita kirjainkenttään tai päinvastoin  
- kontrolleissa tuplaklikkaus, mikä on tyypillinen toimintatapa 
loppukäyttäjälle 
- liian paljon tietoa kenttiin 
- pakollisten tietojen pois jättäminen 
- käyttäjä lopettaa toiminnan tahattomasti kesken kaiken siirtymällä 
esimerkiksi toiselle näytölle.  
 
Testausaineiston on muistutettava mahdollisimman paljon oikeaa tuotantomateriaalia. 
Tämä tarkoittaa sitä, että testausta varten ajetaan tietokantaan esimerkiksi jo olemassa 
olevaa materiaalia. Testiaineiston hankinnassa voi asiakas avustaa sopimuksen 
sisällöstä riippuen. (Mielikäinen, 2006-2007). 
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5.4.3 Testauspöytäkirja 
Testauspöytäkirja laaditaan testauksen jälkeen. Tästä dokumentista pitäisi selvitä 
muun muassa testauksen kohde ja testaustapa. Tähän dokumenttiin olisi hyvä kirjata 
mahdollisesti tapahtuneet muutokset alkuperäiseen suunnitelmaan verrattuna. 
Pöytäkirjaan olisi myös kirjattava, kuinka kattava testaus on ollut sekä esimerkiksi 
mahdolliset ratkaisemattomat kysymykset.  
 
 
5.4.4 Virheraportti 
Seuraavat asiat jokaisesta virheestä olisi hyvä kirjata virheraporttiin:  
- toistettavuus 
- testaajat 
- ympäristö 
- kriittisyys 
- päivämäärä ja aika 
- syöte, mikä odotettu ja mikä todellinen tulos. 
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6 TIETOJÄRJESTELMIEN SIIRTO 
6.1 Projektin valmistelu 
Projektia varten perustettiin erillinen projektiryhmä, johon kuuluivat 
- Juha Kumpulainen, projektipäällikkö 
- Aira Suomisalo, projektipäällikkö 
- Pekka Happonen, hallintojohtaja 
- Marko Laitinen, IT-palveluesimies 
- Mikko Vaurio, järjestelmäasiantuntija. 
 
Projektiin kuuluivat myös Softera Oy:n edustajat, sidosryhminä mm. Dataprisma Oy 
(Visio-tietojärjestelmä), Fonecta Oy, Elisa Oyj, Kontaktia Oy, Also Oy, Lindorff 
(CRM sekä laskutus) sekä yrityksen henkilökuntaan kuuluvat testaajat. 
 
Ohjelmistot, laitteet sekä tarvittavat yhteydet kartoitettiin ja tarvittavat komponentit 
tilattiin hyvissä ajoin. Palvelimeksi tilattiin HP:n BL860c - korttipalvelin, joka yhdis-
tettiin käytössä olevaan levyjärjestelmään. Levyjärjestelmä on kytketty kahden eri 
kuitukytkimen kautta. Tällä kytkentätavalla on saatu vikasietoinen yhteys levyjärjes-
telmään. Käyttöjärjestelmä palvelimessa on HP-UX (versio 11.3).  
 
Levyjärjestelmiin tehtiin seuraavat levyalueet:  
- Oraclen tietokannalle  
- TTMi-sovellukselle  
- TTMi-lokitiedostoille 
- TCable-sovellukselle  
- karttatiedostoille  
- Oracle-tietokannan varmuuskopiolle. 
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Kuva 3. TTMi- ja Tcable – tietojärjestelmien levykonfiguraatio. 
 
Järjestelmien siirtoon ja testaukseen varattiin aikaa reilusti. Testaus ja mahdolliset 
korjaukset oli ajoitettu kesäkuukausille, koska silloin on tuotannollisesti rauhallisem-
paa.  
6.2 Projektin tehtävät 
6.2.1 Tehtävät 
Projektin tehtävät jaettiin erilaisiin moduuleihin, joihin määriteltiin vastuuhenkilöt 
sekä tehtävien työntekijät. Tehtävissä määriteltiin myös riippuvuudet ja ne tekijät, 
jotka vaikuttivat tehtävän toteuttamisen mahdollisuuteen ja onnistumiseen.  
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Vastuuhenkilöiden tehtävänä oli luonnollisesti vastata työn onnistumisesta sekä aika-
taulusta.  Tästä johtuen vastuuhenkilöt olivat tiiviissä yhteistyössä projektiin osallistu-
neiden kanssa, jotta aikatauluissa pysyttiin.  
 
Suurimpina tehtävinä olivat järjestelmien asennukset, yhteyksien rakentaminen sekä 
järjestelmien testaukset. Näiden tehtävien läpivientiin osallistui suuri joukko työnteki-
jöitä sekä sidosryhmiä, joten saumattomalla yhteistyöllä tehtävät saatiin tehdyksi aika-
taulun puitteissa. Riskinä näissä isoissa tehtävissä oli luonnollisesti jonkun poisjäänti 
(esimerkiksi sairastumisen vuoksi), jolloin tehtävien suunniteltu aikataulu olisi voinut 
pettää. Näihin katkoksiin varauduttiin kuitenkin joustavalla aikataululla, jolloin oli 
mahdollista tehtävien siirtämisellä joillakin päivillä, mutta näiltä onneksi vältyttiin. 
 
Ohjelmiston testaukseen käytettiin ylivoimaisesti eniten aikaa. Testaus keskitettiin 
kesäkuukausille, koska tämä aika on yleensä jonkun verran hiljaisempaa aikaa ja tes-
taajilla enemmän aikaa testailla ohjelmiston toimivuutta työajalla. Toki virheiden kor-
jauksissa olisi voinut mennä kauemmin aikaa, koska kesällä lomien vuoksi ohjelmis-
tojen toimittajillakin on resurssit vähissä kesälomien vuoksi, mutta onneksi järjestel-
mistä ei löytynyt suurempia virheitä. 
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6.2.2 Projektin aikataulu 
 
 v. 2009 
 1 2 3 4 5 6 7 8 9 10 11 12 
Tehtävä 1. Siirron suunnittelu ja 
valmistelu 
            
Tehtävä 2. Palvelintoimitus, HP             
Tehtävä 3. Blade-kehikon tilaus ja 
käyttöönotto 
            
Tehtävä 4. Kaapelointi välille DX-
Sali – Datakellari 2 
            
Tehtävä 5. Tcable: Unix-
tulostusjonojen luonti 
            
Tehtävä 6. Tcable: Oracle-
ympäristön asennus ja testaus käyttä-
jille 
            
Tehtävä 7.Tcable: käyttäjien yhteydet 
palvelimeen 
            
Tehtävä 8. Tcable: testiympäristön 
testaus uudella palvelimella 
            
Tehtävä 9. Tcable ja TTMi: ulkoisten 
yhteyksien määrittely ja avaus 
            
Tehtävä 10.Tcable: järjestelmien ja 
yhteyksien testaus 
            
Tehtävä 11.Tcable ja TTMi: yhteys 
Softeralle 
            
Tehtävä 12. TTMi: SQL-serverin 
asennus 
            
Tehtävä 13. TTMi: järjestelmän ja 
yhteyksien testaus 
            
Tehtävä 14.TTMi: Client-asennukset 
testiä varten 
            
Tehtävä 15. TTMi: testaus (ohjelmis-
to) 
            
Tehtävä 16.Varmistukset             
Tehtävä 17. Yliheitto             
             
 
Taulukko 2. Aikataulu Gantt-kaaviona. 
 
Projektin aikataulu kuvattuna Gantt-kaaviona taulukossa 2. Johtopäätöksenä taulukos-
ta voidaan huomata se, että erilaisiin testauksiin käytettiin ylivoimaisesti eniten aikaa. 
Tästä näkee myös sen, että tehtäville oli varattuna runsaasti aikaa, josta saatiin jousta-
vuutta projektiin ja voitiin näin tärkeitäkin vaiheita siirrellä tarvittaessa. Resursseista 
suurin osa oli lähinnä ohjelmistojen toiminnan testauksissa. 
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6.2.3 Blade- eli korttipalvelin 
Yritykset saavat korttipalvelimilla säästettyä tilaa ja niitä voidaan muokata helposti 
yrityksen tarpeisiin. Korttipalvelimet sisältävät vähemmän komponentteja, minkä 
vuoksi ne ovat normaaleihin palvelimiin verrattuna helpompia asentaa ja edullisempia 
käyttää ja ostaa. Korttipalvelimen rakenteeseen sisältyy palvelinkehikko, johon asen-
netaan palvelinkortteja. Palvelinkorttiin kuuluu lähiverkkoliitännät, yleensä RAID-
tuettu kiintolevyohjain, suoritin sekä sen tarvitsema muisti. Palvelinkehikko, johon 
palvelinkortit asennetaan, sisältää kaapeloinnin, Ethernet-kytkimet, etähallintamoduu-
lit, tuulettimet sekä kaikkien korttien käyttämän virtalähteen. Lähtökohtana korttipal-
velinten käytössä on tilansäästö. Siihen tilaan, johon normaalisti mahtuisi vain muu-
tamia tavallisia palvelimia, saadaan sopimaan tarvittaessa useita kymmeniä palveli-
mia. 
 
Palvelinkorttien asentaminen onnistuu myös yksitellen. Tarpeiden kasvaessa on järjes-
telmää helppo laajentaa lisäämällä tai vaihtamalla palvelinkortteja tarvittaessa, ilman 
että muut palvelinkortit häiriintyvät. Lisäsovellusten tai uusien käyttöjärjestelmien on 
helppo suorittaa vaikkapa yhteisajoina. Palvelinkorttien kloonaus on myös mahdollis-
ta. Kuvan eli imagen teko palvelinkorttien kovalevyistä on mahdollista. Tämän palaut-
taminen takaisin levylle käy nopeasti ja helposti.  
 
Vähemmillä kaapeleilla toimiminen on myös tärkeää, varsinkin niille, jotka pitävät 
järjestelmää yllä. Monimutkaisia kaapelointisotkuja syntyy normaalien palvelimien 
asennuksissa, koska jokaiseen palvelimeen tulee verkkoliittymän kytkennän lisäksi 
oma virtalähde. Korttipalvelimissa kaapelointia tarvitaan huomattavasti vähemmän, 
koska kaapelointia tarvitaan vain palvelinkehikolle. Tällä saadaan aikaiseksi myös 
kustannustehokkuutta. Kokonaiskäyttökustannuksiin saadaan myös pudotusta kortti-
palvelimien pienuuden, tilansäästön ja energiaystävällisyyden vuoksi.  
 
Korttipalvelimia voidaan käyttää myös vaativassa käytössä, kuten esimerkiksi sovel-
luspalvelimina tai tietokantapalvelimina. Jos suuria tietojenkäsittelytehoa tarvitaan, on 
korttipalvelimien klusterointi mahdollista. 
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Kuva 4. Iisalmen Puhelimen Blade-kehikko, jossa vasemmassa reunassa BL860c –
korttipalvelin edestä ja takaa. 
6.3 Blade-korttipalvelimen asennus 
Korttipalvelimen asennus suoritettiin Iisalmen Puhelin Oy:n ja HP:n yhteistyönä. 
Asennukseen kuului käyttöjärjestelmän sekä Mirrordisk-, OnlineJFS- ja GlancePlus – 
sovelluksien asennukset. Lisäksi korttipalvelin kytkettiin levyjärjestelmään kuitukaa-
pelilla. 
6.4 TTMi-tietojärjestelmän asennus 
Softera asensi TTMi-tietojärjestelmän korttipalvelimelle. Tätä varten avattiin VPN-
yhteys Softeralle, jotta asennus voitiin suorittaa etäyhteyden avulla. Ensin asennettiin 
TTMi:n vanhempi versio, johon siirrettiin testikanta Enfolta. Tämä testikanta oli tou-
kokuulta 2009. Tämän jälkeen TTMi:n ohjelmistoversio päivitettiin uuteen versioon 
11.7.0. Asennuksen yhteydessä huomattiin levyjärjestelmästä näkyvällä levyalueella 
datan korruptoituneen. Syyksi paljastui HP-UX – käyttöjärjestelmässä oleva virhe, 
johon HP oli julkaissut korjauksen. Korjaustiedoston asennuksen jälkeen ei ilmennyt 
muita ongelmia. Tietojärjestelmän asennuksen jälkeen asennettiin testiryhmälle client-
sovellukset omiin työasemiin.  
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6.5 Tcable-tietojärjestelmän asennus 
Softera asensi myös tämän tietojärjestelmän etäyhteydellä. Tcable-tietojärjestelmän 
käyttäjien tunnistautuminen yhdistettiin Iisalmen Puhelimen käytössä olevaan Active 
Directory – tietokantaan. Tällä saatiin aikaan se, että Tcablen käyttäjät eivät tarvitse 
erillisiä käyttäjätunnuksia eikä salasanoja, vaan he tunnistautuvat jo käytössä olevilla. 
Tietojärjestelmän asennuksen jälkeen asennettiin Tcablen client-sovellukset testikäyt-
täjille. 
6.6 Tietoliikenneyhteydet 
TTMi:n sidosryhmien välille tarvittavat tietoliikenneyhteydet asennettiin yhteistyössä 
Iisalmen Puhelimen ja kyseessä olevan osapuolen kesken. Tietoliikenneyhteyksiä Ii-
salmen Puhelimen kanssa tarvitsevat: 
- Elisa Oyj 
- VLP Oy (Vaasan läänin puhelin) 
- Kontaktia Oy 
- Fonecta Oy 
- Lindorff Oy 
- Enfo Oyj 
- Softera Oy 
- Also Oy 
- Dataprisma (Visio-tietojärjestelmä) 
- Insmat Oy. 
 
Kaikki ulkoiset yhteydet ovat salatussa muodossa ja käyttävät joko SSL- tai IPSec – 
salausta. Yhteyksien asennuksissa ilmeni ongelmia, koska yhteistyökumppaneilta saa-
tiin vääriä ip-osoitteita ja konfigurointimääritteitä. 
6.7 Varmistukset 
TTMi- ja Tcable – tietojärjestelmien varmistukset hoidetaan levyvarmistuksena. Ii-
salmen Puhelimella on käytössä EMC Avamar – varmistusjärjestelmä.  
 
EMC:n Avamar-ohjelmisto mahdollistaa tietojen luotettavan suojaamisen tarjoamalla 
nopean, automaattisen, keskitetyn varmennuksen ja tietojen palautuksen olemassa 
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olevaa verkon kaistaleveyttä käyttäen. Tietojärjestelmät varmuuskopioidaan kerran 
vuorokaudessa. Varmistuksissa käytetään aina täyttä varmistusta. Päivittäisiä varmis-
tuksia säilytetään 14 vuorokautta, viikkovarmistusta neljä viikkoa ja kuukausivarmis-
tusta 12 kuukautta.  
 
Perinteisistä varmennusratkaisuista poiketen Avamar-ohjelmisto hyödyntää patentoi-
tua datan deduplikointia (säilytetään ainoastaan uniikit datalohkot) ja globaalia kerta-
luonteista tallennusteknologiaa pienentämään varmennettavan datan kokoa jo lähtö-
paikassa, ennen kuin se siirretään yli verkon. 
 
Avamar-ohjelmisto vähentää tarvittavaa verkon kaistaleveyttä ja varmennuskapasi-
teettia jopa 300-kertaisesti. Näin yritykset voivat hyödyntää olemassa olevaa WAN-
kaistaleveyttä varmennukseen ja tiedon palauttamiseen etätoimipisteissä ja datakes-
kuksissa ja samalla pienentää varmuuskopioiden tallennuskustannuksia koko organi-
saatiossa. 
 
Automaattisesti ajoitetun varmuuskopioinnin lisäksi Avamar-ohjelmisto todentaa kai-
ken varmennetun datan palautettavuuden varmistaakseen, että data on tarvittaessa saa-
tavilla. Turvallisuuden lisäämiseksi varmuuskopiot voidaan salata WAN-verkon yli 
siirrettäessä ja lepotilassa. Keskitetyn hallinnan ansiosta yritys ei enää ole riippuvai-
nen etätoimipisteen henkilökunnasta, ja näin myös etätoimipisteiden data saadaan hel-
posti ja tehokkaasti varmistettua yhdestä paikasta. 
 
Avamar-ohjelmiston tärkeimmät hyödyt: 
- deduplikoi datan lähtöpaikassa – ennen siirtoa verkon yli  
- mahdollistaa päivittäisen varmuuskopioinnin WAN-verkon yli  
- jopa 300 kertaa pienempi kaistan ja tallennustilan tarve 
- data salataan siirrettäessä ja lepotilassa 
- jopa 10 kertaa nopeampi varmuuskopiointi 
- palautettavuus vahvistetaan päivittäin – ei yllätyksiä 
- keskitetty verkkopohjainen hallinta 
- yksinkertainen yksivaiheinen tiedon palautus. 
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Kuva 5. Varmuuskopiointitilanne 15.4.2010. 
6.8 Testaus 
Testauksessa käytettiin mustalaatikkotestausta, koska tämän testauksen tarkoituksena 
oli suorittaa eri komponenttien toiminta yhdessä ja erikseen.  
6.8.1 TTMi-tietojärjestelmän testaus 
TTMi-ohjelmiston uuden 11.7.0 -version toimivuutta testattiin testikannalla, joka tal-
lennettiin palvelimelle. Testikanta oli toukokuulta 2009. Testiryhmään valittiin useita 
henkilöitä eri yksiköistä, koska tehtävien erilaisuuksien vuoksi tulisi testaukseen mah-
dollisimman usea toiminta ja ominaisuus. Toki ohjelman toimittaja on tehnyt omat 
testauksensa ennen järjestelmän koekäyttöä, joten tämän testauksen tarkoituksena oli 
varmistaa ohjelman ja koko järjestelmän toiminta tuotannon kannalta oikeassa käyt-
töympäristössä. 
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Koska ohjelmisto on laaja ja erilaisia komponentteja on paljon, testitapauksiakin oli 
noin 360 kpl, joista käyttäjät valitsivat ne toiminnot, joita kukin työssään käyttävät. 
Näin saatiin rajattua pois ne turhat testitapaukset, joita ei päivittäisessä käytössä tarvi-
ta.   
 
Ohjelmistosta löytyneiden virheiden korjaus ja raportointi hoidettiin keskitetysti. Jo-
kainen virhe ilmoitettiin välittömästi Softeralle, joka aloitti heti virheiden korjauksen. 
Näin saatiin virheet heti työstettäväksi ja korjaukseen oli runsaasti aikaa. Ilmenneet 
virheet olivat kaikin puolin melko pieniä ja Softera sai ne korjattua nopeasti. Järjes-
telmän testaus sujui kaiken kaikkiaan hyvin eikä järjestelmässä ilmennyt suurempia 
ongelmia. Järjestelmän yhteydet toimivat moitteetta.  
6.8.2 Tcable-tietojärjestelmän testaus 
Tcable-ohjelmiston testaus suoritettiin sitä käyttävien henkilöiden kanssa, koska heillä 
on kokemusta ohjelmiston kriittisten toimintojen käytöstä. Tämän ohjelmiston testa-
uksessa tutkittiin ohjelmistoversion päivityksestä johtuvia pieniä muutoksia. Testauk-
sessa käytettiin Tcable-tietojärjestelmän uutta versiota 5.8.0.2. Testauksessa ilmeni 
yksi ongelma: järjestelmä ei kyennyt lataamaan kaikkia karttapohjia, mikä saatiin kor-
jattua asentamalla Microsoft Visual C++ 2005 – sovelluksen korjauspaketti. Tämän 
jälkeen ohjelman käytössä ja toimivuudessa ei ilmennyt vikoja tai ongelmia.  
6.9 TTMi-tietojärjestelmän käyttöönotto Iisalmen Puhelimen omalla palvelimella 
Yliheitto suoritettiin 8.10.2009 etäyhteydellä. Softera siirsi vanhan TTMi:n version 
tietokannan Enfon palvelimelta Iisalmen Puhelimen palvelimella olevaan uuteen 
TTMi-versioon. Samalla Softera asensi Iisalmen Puhelimen palvelimelle TTMi:n tes-
tiympäristön, jossa voidaan jatkossa testata uusien versioiden toimivuutta ennen mah-
dollista version päivittämistä. Tämän jälkeen asennettiin uudet clientit Iisalmen Puhe-
limen työasemille. Yliheiton jälkeen ilmeni joitakin häiriöitä tulostuksessa joidenkin 
tulostimien kohdalla. Ongelmat saatiin korjattua muuttamalla tulostusjonojen paramet-
reja. Tämä toimenpide suoritettiin Softeran ja Iisalmen Puhelimen yhteistyönä. 
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Yliheiton jälkeen ilmeni ongelmia myös ulkoisten yhteyksien toiminnassa. Nämä sel-
visivät, kun yhteistyökumppanit ottivat yhteyttä ja kysyivät yhteyksien toimimatto-
muuksista. Tämä johtui siitä, että yhteyksien dokumentointi oli puutteellista. Ongel-
mat olivat kuitenkin nopeasti korjattavissa ja häiriö jäi pieneksi. 
6.10 Tcable-tietojärjestelmän käyttöönotto Iisalmen Puhelimen omalla palvelimella 
Tcablen käyttöönotto suoritettiin 28.10.2009 etäyhteydellä. Softera siirsi Enfon palve-
limelta senhetkisen tietokannan Iisalmen Puhelimen palvelimelle, jonne oli siirretty 
Tcable-tietojärjestelmän uusi 5.8.0.2.-versio. Tämän jälkeen käyttäjille asennettiin 
uudet clientit. Siirrossa sekä toimivuudessa ei ilmennyt lainkaan ongelmia siirron jäl-
keen. 
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7 POHDINTA 
Projektin lopputuloksena saatiin siirrettyä TTMi- ja Tcable – tietojärjestelmät Iisal-
men Puhelin Oy:n omalle palvelimelle. Hyötynä tästä yritykselle on pienemmät palve-
lumaksut. Kaiken kaikkiaan projekti onnistui hyvin; aikataulut pitivät hyvin sekä suu-
remmilta ongelmilta vältyttiin. Yllättävää oli, kuinka paljon tällaiseen projektiin me-
nee aikaa ja sitoo henkilöitä. Ja toisekseen, kuinka paljon on otettava asioita huomi-
oon.  
 
Testaukseen kiinnitettiin erityistä huomiota, koska järjestelmien toiminta on yrityksen 
toiminnan kannalta todella tärkeää. Testattavaa oli paljon ja siihen osallistuikin suuri 
joukko yrityksen työntekijöitä. 
 
Tietojärjestelmien siirto ei aiheuttanut lainkaan katkoksia eikä toiminnallisia häiriöitä 
millekään osa-alueelle (myynti, tuotanto, taloushallinto). Tämän sai aikaan hyvät al-
kuvalmistelut, tiivis yhteistyö projektiin osallistuneiden kesken sekä hyvä työilmapiiri. 
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