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ЛАБОРАТОРНА РОБОТА № 1 
ТЕМА: ХМАРА. ХМАРНЕ СХОВИЩЕ ДАНИХ 
 
Реєстрація на Microsoft Azure 
«Хмарна» – це технологія розподіленої обробки даних в якій комп'ютерні 
ресурси і потужності надаються користувачеві як Інтернет-сервіс, тобто робочий 
майданчик на віддаленому сервері.  
Різниця полягає виключно в методі зберігання і обробки даних. Якщо всі 
операції відбуваються на комп'ютері користувача (з використанням його 
потужностей), то це – не «хмара», а якщо процес відбувається на сервері в мережі, 
то це «хмарні технології» – різні апаратні, програмні засоби, методології та 
інструменти, що надаються користувачеві, як Інтернет-сервіси, для реалізації своїх 
цілей, завдань, проектів. 
Терміни «хмарні технології»/«хмарний сервіс», з їх загальноприйнятим 
графічним представленням, у вигляді «хмарок», тільки плутає користувачів, 





Основа піраміди «інфраструктура» – це набір фізичних пристроїв (сервери, 
тверді диски), над нею надбудовується «платформа» – набір послуг і верхівка – 
програмне забезпечення, що доступне за запитом користувачів. 
Хмарні обчислення – це певний базис-вектор, отриманий в результаті 
синтезу цілого ряду технологій і підходів.  
Хмарні технології – це набір засобів, що виконує обчислення за допомогою 





Хмарне сховище даних – модель онлайн-сховища, в якому дані зберігаються 
на численних, розподілених в мережі серверах, що надаються в користування 
клієнтам, в основному третьою стороною. На противагу моделі зберігання даних на 
власних, виділених серверах, що придбавалися або орендованих спеціально для 
подібних цілей, кількість або яка-небудь внутрішня структура серверів клієнтові, в 
загальному випадку, не видна. 
Дані зберігаються, а рівно і обробляються, в так званій хмарі, яка є, з точки 




















Категорії «хмар» за формою власності: 
Публічна хмара – це ІТ-інфраструктура, яка використовується одночасно 
багатьма компаніями і сервісами. Користувачі не мають можливості управляти і 
обслуговувати дану «хмару», відповідальність з цих питань покладено на власника 
ресурсу. Абонентом, пропонованих сервісів може стати будь-яка компанія та 
індивідуальний користувач. 
Приватна хмара – це безпечна ІТ-інфраструктура, що контролюється і 
експлуатується в інтересах однієї організації. Організація може керувати приватною 
«хмарою» самостійно або доручити це завдання зовнішньому підряднику. 
Інфраструктура може розміщуватися або в приміщеннях замовника, або у 
зовнішнього оператора (або частково у замовника і частково у оператора). 
Гібридна хмара – це ІТ-інфраструктура, що використовує найкращі якості 
публічної і приватної хмари при вирішенні поставленого завдання. Часто такий тип 
застосовується, коли організація має сезонні періоди активності, тобто, як тільки 
внутрішня ІТ-інфраструктура не справляється з поточними завданнями, частина 
потужностей перекидається на публічну «хмару» (наприклад, великі обсяги 
статистичної інформації), а також для надання доступу користувачам до ресурсів 
підприємства через публічну «хмару». 
Послуги, що надаються хмарними системами: 
Storage-as-a-Service (SaaS) 
Найпростіший з СС-сервісів, що представляє собою дисковий простір на 
вимогу. Послуга Storage-as-a-Service дає можливість зберігати дані в зовнішньому 
сховище, в «хмарі». Для користувача воно буде виглядати, як додатковий логічний 
диск або папка. Сервіс є базовим для інших, оскільки входить до складу практично 
кожного з них. 
Database-as-a-Service (DaaS) 
Надає можливість працювати з базами даних, подібно так, як СУБД було 
встановлено на локальному ресурсі. В цьому випадку значно легше розділяти 
проекти між різними виконавцями та заощадити на комп'ютерному обладнанні та 




Користувачеві надається комп'ютерна платформа з встановленою 
операційною системою і певним програмним забезпеченням. 
Security-as-a-Service (SaaS) 
Даний вид послуги надає можливість користувачам швидко розгортати 
продукти, що вимагають безпечне використання веб-технологій, електронного 
листування, локальної мережі. Користувачі даного сервісу мають змогу економити 
на розгортанні та підтримці своєї власної системи безпеки. 
Infrastructure-as-a-Service (IaaS) 
Користувачеві надається комп'ютерна інфраструктура, зазвичай віртуальні 
платформи (комп'ютери), пов'язані в мережу, які він самостійно налаштовує під 
власні цілі. 
Testing-as-a-Service (TaaS) 
Надає можливість тестування локальних або «хмарних» систем з 
використанням тестового ПЗ з «хмари» (при цьому жодного устаткування або 




Порядок виконання лабораторної роботи 
 
1. Заходимо по зсилці https://www.dreamspark.com/  
 
 




3. На Microsoft Azure for DreamSpark створюємо аккаунта, нажимаючи 
на “Sign in or Create your DreamSpark Account” 
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5. Після входу під акаунтом Microsoft, переходимо для реєстрації. 
Методом перевірки, буде представлення студентського квитка. Після заповнення 
усіх полів, відправляємо дані. 
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7. На даній сторінці вибираємо «Зарегистрировать сейчас» 
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8. Заповнюємо поля, які є обов’язковими і вводимо номер телефона свій, в 
даному випадку на телефон прийде SMS з кодом для введення. 
 
 
9. Завершення підготовки  
 
 




Запитання до лабораторної 
 
1. Що таке хмара? 
2. Що таке хмарні технології? 
3. Що таке хмарне сховище даних? 
4. Категорії хмар за формою власності? 
5. Infrastructure-as-a-Service це? 
 
Список використаної літератури: 
 
1. http://victoria.lviv.ua/html/webproject/doc/1.3.doc 
2.  John W. Rittinghouse, James F. Ransome – «Cloud Computing: 
Implementation, Management, and Security. 
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ЛАБОРАТОРНА РОБОТА № 2 
ТЕМА: СТВОРЕННЯ ВЕБ-ДОДАТКУ WORD PRESS ЗА 
ДОПОМОГОЮ ХМАРНОГО СЕРВІСУ WINDOWS AZURE 
 
Відомості про платформу Windows Azure 
Microsoft Azure – операційна система корпорації Microsoft, призначена для 
розробників застосунків хмарних обчислень і покликана спростити процес 
створення онлайнових застосунків. 
Історія створення 
Корпорація Microsoft представила операційну систему Windows Azure 
27 жовтня 2008 року. Представники Microsoft підкреслюють, що Windows Azure – 
це окремий продукт, а не модифікація якоїсь з існуючих версій Windows. 
Windows Azure дозволяє створювати застосунки як за допомогою Microsoft. 
NET Framework і Visual Studio, так і за допомогою інших інструментів. Операційна 
система працює на серверах Microsoft, доступ до неї можна отримати за 
протоколами HTTP, Representational State Transfer (REST), WS-* і Atom Publishing 
Protocol (AtomPub). 
Платформа Azure Services Platform включає п'ять основних компонентів. Це 
сама операційна система Windows Azure, що керує дисковим простором, 
застосунками і мережами, і Microsoft SQLServices для роботи з базами даних. Також 
в платформу входять Microsoft. NET Services, Live Services, і бізнес-компонент, що 
включає Microsoft SharePoint Services і Microsoft Dynamics CRM Services. 
За оцінками аналітиків, анонс Azure є «захисним маневром», щоб нинішні 
клієнти Microsoft, які користуються її серверами й іншими продуктами, не 
переходили на хмарні рішення від таких компаній, як Amazon чи IBM, що вже 
надають низку сервісів для зберігання даних і обчислювальні потужності «в хмарі». 
У грудні 2009 Microsoft об'єднав існуючі підрозділи, що займалися Windows 
Server та Azure, в один Server & Cloud Division (SCD). 
Побудова 
Платформа виготовлена з групи із трьох технологій, що забезпечують 
спеціалізований набір можливостей для розробників. Більше того, платформу 
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Windows Azure можна використовувати в додатках, що працюють локально на 
комп'ютерах користувачів і додатків, які працюють в хмарі. 
 
Платформа Windows Azure складається з таких компонентів: 
 Windows Azure – надає середовище виконання для додатків, заснованих 
на операційних системах,та на Windows Server, а також місця для зберігання даних. 
Система працює на віртуальних машинах за допомогою, аналогічної технології 
Hyper-V. 
 Обчислення – відповідає за обчислення розміщення додатків. 
 Зберігання – відповідає за зберігання даних в хмарі. 
 SQL Azure – надає можливість використовувати реляційну базу даних 
для запуску в хмарі. 
Платформа Windows Azure AppFabric – компонент, який забезпечує 
додаткову функціональність у вигляді послуг. 
Microsoft Azure SQL Database – це хмарний сервіс , що надає можливість 
зберігання і обробки реляційних даних, а також генерації звітності .На відміну від 
аналогічних баз даних, бази даних Azure SQL дозволяють користувачам робити 
реляційні запити до збережених даних, які можуть бути або структурованих або 
частково структурованих або навіть документів. бази даних SQL має вилучення 
даних, пошуку, аналізу даних і синхронізацію даних. 
 
Створення додатків 
Технології, які можуть бути використані для створення додатків Windows 
Azure Platform є всі технології, які можуть бути запущені на платформі Windows. На 
додаток до технології .net (посилання технології для Windows Azure хмари), ви 
також можете використовувати такі технології, як: Java, PHP, C/C ++ або Python. 
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Які основні переваги хмарного рішення Windows Azure? 
Простота: для створення веб-застосунків, а також управління ними як в 
хмарних центрах обробки даних, так і в локальних можна застосовувати будь-які 
звичні мови програмування, такі як: NET, PHP, Java чи Ruby. 
Надійність: її забезпечує показник безвідмовності функціонування 
платформи – 99,9% та можливість цілодобової підтримки від Microsoft. 
Безпека: Windows Azure дозволяє для кожного виду бізнесу знайти найбільш 
ефективне рішення, яке забезпечить необхідний рівень захисту персональних даних 
чи фінансової інформації. 
Ефективність: платформа Windows Azure підвищує продуктивність 
та ефективність за рахунок скорочення капітальних вкладень. Замовники можуть 
досягти скорочення операційних витрат на деякі процеси до 30%. При цьому, оплата 
за обслуговування відбувається на основі фактичного споживання. 
Гнучкість: користувачі можуть використовувати переваги засобів розробки, 
автоматизованого управління службами та глобальної мережі центрів обробки 
даних, щоб швидше реагувати на потреби клієнтів, концентрувати свої зусилля на 
зміцненні конкурентних переваг і виходити на нові ринки. 
Легкість: користування Windows Azure передбачає внесення змін 
автоматично і непомітно для користувача, завдяки чому він завжди буде працювати 
з актуальною версією. 
Windows Azure абстрагує ресурси обладнання за допомогою віртуалізації. 
Кожне додаток, що розгортається в Windows Azure, працює на одній або декількох 
віртуальних машинах (ВМ). 
Розгорнуті додатки працюють так, ніби вони розташовані на виділеному 
комп'ютері, хоча можуть використовувати фізичні ресурси, такі як місце на диску, 
мережевий канал введення-виведення або ядра ЦП, спільно з іншими віртуальними 
машинами на тому ж фізичному вузлі. Два основних переваги рівня абстракції над 
фізичним обладнанням – мобільність і масштабованість. Віртуалізація служб 
дозволяє перенести їх на будь-яку кількість фізичних вузлів в центрі обробки даних. 
Поєднання технологій віртуалізації, неспеціалізованого обладнання, 
багатокористувацьких середовищ і агрегування попиту дозволяють Майкрософт і 
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нашим клієнтам добиватися значної економії. Це дає можливість оптимізувати 
завантаження центру обробки даних, тобто збільшувати співвідношення корисної 
роботи та вартості обладнання і, відповідно, економити значні кошти. 
Віртуалізація також дозволяє застосовувати як вертикальне, так і 
горизонтальне масштабування. Вертикальна масштабованість означає, що в міру 
зростання потреби ви можете збільшувати кількість ресурсів, наприклад ядер ЦП і 
пам'яті, на певній віртуальній машині. 
Горизонтальна масштабованість означає можливість додавати нові 
екземпляри віртуальних машин, які є копіями існуючих служб. Для всіх цих 
примірників застосовується балансування навантаження на мережевому рівні, щоб 
вхідні запити розподілялися між ними. 
На момент написання цього документа платформа Windows Azure включала 
в себе Windows Azure і SQL Azure. 
Windows Azure надає обчислювальне середовище  на основі Microsoft® 
Windows Server® для розміщення додатків, постійне сховище структурованих і 
неструктурованих даних, а також засоби асинхронного обміну повідомленнями. 
Крім того, Windows Azure передбачає ряд служб, що дозволяють підключати 
користувачів і локальні додатки до хмарним додаткам, здійснювати перевірку 
достовірності, обмін повідомленнями між службами і керування даними, кешування 
і інші функції, пов'язані з даними. 
Windows Azure включає також набір служб управління, які дозволяють 
контролювати всі ці ресурси за допомогою користувацького веб-інтерфейсу (веб-
порталу) або програмними засобами. В більшості випадків є програмний інтерфейс 
на основі REST, за допомогою якого можна визначити те, як працюватимуть 
служби. Більшість завдань управління, які можуть бути виконані на веб-порталі, 
також реалізуються за допомогою API. 
По суті справи, SQL Azure являє собою SQL Server®, що працює у вигляді 
хмарної служби. 
І нарешті, існує численний набір засобів і пакетів засобів розробки 
програмного забезпечення для розробки, тестування та розгортання додатків. 
Наприклад, розробляти і тестувати додаток ви можете в емульованій локальної 
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середовищі, створеному за допомогою емулятора обчислень і емулятора сховища. 
Більшість коштів також інтегровані в такі середовища розробки, як Microsoft Visual 
Studio®. Крім того, є засоби управління сторонніх постачальників. 
Служби і компоненти Windows Azure 
Набір служб і компонентів, доступних в Windows Azure і SQL Azure, 
розрахований на різні конкретні застосування. Після підписки на Windows Azure 
можна вибрати потрібні можливості, а оплата буде проводитися тільки за 
використовувані засоби. Додавати компоненти в підписку і видаляти їх з неї можна 
в будь-який час. Механізм виставлення рахунків для кожної служби залежить від 
типу наданих можливостей. 
Доступні служби і компоненти змінюються в міру розвитку Windows Azure. 
Обчислювальне середовище 
Обчислювальне середовище Windows Azure складається з платформи для 
додатків і служб, розміщених в одній або декількох ролях. У Windows Azure можна 
реалізувати наступні типи ролей. 
Емулятор обчислень Windows Azure (веб-ролі і робочі ролі). Додаток 
Windows Azure складається з однієї або декількох розміщених ролей, запущених в 
центрах обробки даних Azure. 
Як правило, існує хоча б одна веб-роль, доступна користувачам програми. 
Веб-роль підтримується службами IIS 7.0 і ASP.NET. Додаток може містити 
додаткові ролі, включаючи робочі, які зазвичай використовуються для виконання 
фонових задач обробки та підтримки для веб-ролей. 
Віртуальна машина (роль ВМ). Ця роль дозволяє розмістити власний 
екземпляр операційної системи Windows Server 2008 R2 Enterprise або Windows 
Server 2008 R2 Standard в центрі обробки даних Windows Azure. 
 
Управління даними 
Windows Azure, SQL Azure і пов'язані з ними служби передбачають 
можливості для зберігання даних і управління ними різними способами. Є наступні 
служби і компоненти управління даними: 
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Сховище Windows Azure. Забезпечує чотири основних служби для тривалого 
зберігання даних в хмарі. Ці служби підтримують інтерфейс REST, доступ до якого 
здійснюється як з додатків, розміщених в Windows Azure, так і з локальних 
(віддалених) додатків. 
Нижче перераховані чотири служби зберігання: 
 служба таблиць Windows Azure надає механізм зберігання даних у 
вигляді таблиць і підтримує запити для управління даними. 
 служба таблиць Azure – це пропозиція NoSQL, що забезпечує зберігання 
даних без схеми. Вона призначена насамперед для тих випадків, коли необхідно 
зберігати великі томи даних, при цьому їх потрібно легко витягувати і оновлювати. 
 служба великих двійкових об'єктів (BLOB) надає ряд контейнерів, 
призначених для зберігання текстових і двійкових даних. Передбачені як 
контейнери блокових великих двійкових об'єктів для потокової передачі даних, так і 
контейнери сторінкових BLOB-об'єктів для операцій довільного читання і запису. 
 служба черг надає механізм для надійного і постійного обміну 
повідомленнями між екземплярами ролей, наприклад між веб-роллю і робочої 
роллю. 
Диски Windows Azure надають додаткам механізм для підключення 
однотомного VHD-диска з файловою системою NTFS як сторінкового великого 
двійкового об'єкта, а також передачі і завантаження віртуальних дисків через BLOB 
База даних SQL Azure це хмарна служба Database Services з високим ступенем 
доступності та масштабованості, заснована на технології SQL Server, яка підтримує 
популярну модель реляційних баз даних на основі T-SQL. Її можна використовувати 
з додатками, розміщеними в Windows Azure, і з іншими додатками, що працюють 
локально або розміщеними на інших майданчиках. 
Синхронізація даних. SQL Azure Data Sync – це хмарна служба синхронізації 
даних, заснована на технологіях Microsoft Sync Framework. Ця служба забезпечує 
двосторонній синхронізацію даних і надає можливості по управлінню даними, 
дозволяючи легко розподіляти їх між кількома базами даних SQL Azure, а також між 
локальними базами даних і базами даних SQL Azure.  
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Служба кешування. Ця служба надає для додатків розподілений кеш в пам'яті 
з малою затримкою та високою пропускною здатністю, що не вимагає установки і 
управління, розмір якого динамічно збільшується або зменшується в міру 
необхідності. Може використовуватися для кешування даних додатків, отримання 
відомостей про стан сеансів ASP.NET, а також для кешування сторінок ASP.NET 
Мережеві служби 
Windows Azure містить кілька мережевих служб, які можуть бути 
використані для оптимізації продуктивності, реалізації перевірки автентичності та 
поліпшення керованості розміщених додатків. 
Це наступні служби. 
Мережа кешуючих серверів (CDN). Мережа CDN дозволяє кешувати 
загальнодоступні статичні дані для додатків в стратегічних точках, розташованих 
ближче до кінцевим користувачам (з погляду доставки по мережі). 
Служба підключення до віртуальної мережі. 
Ця служба забезпечує таку настройку ролей додатки, що працює в Windows 
Azure і на комп'ютерах локальної мережі, що дозволяє уявити, ніби ці ролі 
розташовані в одній і тій же мережі. При цьому використовується запускається на 
локальному комп'ютері програмний агент, який встановлює захищене з'єднання 
IPsec з ролями Windows Azure в хмарі, а також забезпечує можливість 
адміністрування, відстеження, налагодження та управління ролями безпосередньо. 
Диспетчер трафіку віртуальних мереж. Ця служба дозволяє налаштувати 
перенаправлення запитів і балансування навантаження на основі трьох різних 
методів. 
Як правило, диспетчер трафіку використовується для підвищення 
продуктивності методом, коли запити перенаправляються до примірника додатки в 
тому центрі обробки даних, який знаходиться найближче до користувача. Існують і 
інші методи балансування: відпрацювання відмови і циклічний перебір 
Управління доступом (ACS). Ця служба, побудована на основі стандартів, 
призначена для управління доступом і посвідченнями і використовує безліч 
постачальників посвідчень (IdP), які можуть виконувати перевірку автентичності 
користувачів. Служба управління доступом (ACS) діє як служба токенов безпеки 
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(STS) і допомагає використовувати переваги методів федеративної перевірки 
автентичності, коли справжність користувача перевіряється не в тій області або 
домені, де знаходиться додаток. Як приклад можна привести управління доступом 
користувачів на основі посвідчень, перевіряються постачальником посвідчень, 
таким какWindows Live® ID або Google  
Шина обслуговування. Ця служба забезпечує безпечний обмін 
повідомленнями і потоками даних в розподілених і гібридних додатках, наприклад 
для зв'язку розміщених додатків Windows Azure і локальних додатків, виключаючи 
необхідність реалізації складної інфраструктури брандмауерів і системи безпеки. 
Вона може використовувати ряд протоколів і шаблонів взаємодії та передачі 
повідомлень для гарантованої і надійної доставки повідомлень, а також 
масштабується для різних навантажень і інтегруватися з локальними об'єктами 
BizTalk Server. 
Управління базами даних SQL Azure 
Додатки отримують доступ до баз даних SQL Azure так само, як і до 
локально встановленим екземплярам SQL Server, за допомогою керованих класів 
доступу до даних ADO.NET, DAAB, OData, власних класів ODBC, PHP, Ruby або 
технологій доступу до даних JDBC. 
Управління базами даних SQL Azure здійснюється через веб-портал, в 
середовищі SQL Server Management Studio, за допомогою засобів для роботи з 
базами даних Visual Studio 2010 та інших інструментів для виконання таких завдань, 
як переміщення і перенесення даних. 
Доступні і інші засоби командного рядка для розгортання та адміністрування 
баз даних. Крім того, доступний диспетчер баз даних, який полегшує роботу з 
базами даних SQL Azure. 
Оновлення додатків для Windows Azure 
Після розгортання програми для Windows Azure його необхідно оновлювати 
при зміні служб ролей у відповідь на нові вимоги та покращення в коді або для 
виправлення помилок. Ви можете просто виконати повторне розгортання служби. 
Для цього потрібно призупинити і видалити її, потім виконати розгортання нової 
версії. Однак ви можете уникнути простою додатків за рахунок поетапного 
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розгортання (завантаження нового пакету і заміни існуючої робочої версії цим 
пакетом) або виконання оновлення на місці (відправки нового пакета і його 
застосування до виконуваних екземплярам служби): 
 адміністратори управляють окремими розміщеними службами для 
підписки Windows Azure. Підписка Windows Azure може включати один або 
декілька наступних елементів; 
 розміщення служби, що складаються з розміщених ролей та примірників 
в кожній ролі; ролі і екземпляри можуть бути зупинені у робочому режимі або в 
режимі проміжного зберігання; 
 облікові записи зберігання, що складаються з примірників служб 
таблиць, великих двійкових об'єктів і черг; 
 екземпляри CDN. 
Що таке CMS 
CMS (Content Management System) перекладається як система управління 
змістом. Основні її функції – зручний інструмент для додавання нової інформації до 
сайту, редагування та видалення існуючої інформації, управління функціоналом 
сайту. 
Для створення сайту така система не обов’язкова, але для кожного сайту 
важливе його своєчасне оновлення і розширення. Крім того, повинна бути 
можливість створення контенту сайта, не маючи навичок програмування. 
Тому сьогодні майже усі сайти редагуються за допомогою CMS. Існує багато 
різних CMS. Їх розрізняють за вільністю використання (безкоштовні, платні та 
внутрішні), за призначенням (універсальні, призначені для блогів, інтернет-
магазинів і т.д.), за способом створення сторінок (попреднє створення, «на льоту» 
або змішане). Приклади найбільш відомих CMS: Drupal, Joomla!, Wordpress, 
Magenta. 
Що таке Wordpress 
Wordpress – це CMS, призначена для блогів. Вона вважається однією з 
найпростіших для користувача, що пояснює її популярність. На основі Wordpress 
можна створити будь-який сайт, але більшість її функцій призначені саме для 
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блогів. Однією із переваг є легке налаштування за допомогою численних тем, 
плагінів та віджетів. 





Пости редагуються за допомогою редактора, який дозволяє писати у вигляді 
HTML-коду або у вигляді форматованого тексту із медіа-елементами. До посту 
можна додати зображення, відео, звук та flash-елементи. 
 Кінцевий вигляд посту можна перевірити, натиснувши Preview, і 
опублікувати на сайті, натиснувши Publish. Посту можна також присвоїти теги, 
зображення, віднести його до категорії, вказати скорочений зміст. 
Media 
Тут можна переглянути та змінювати всі зображення, відео, звукові файли, 
що були завантажені на сервер з метою додання у запис. 
Links 
Тут переглядаються та редагуються посилання на інші сайти, які можна буде 




Тут редагуються сторінки сайту. Сторінки схожі на пости, але мають інше 
призначення: вони відображають статичну інформацію, яка слабо прив’язана до 
часу. Наприклад, такі розділи як «Про себе», «Контакти» доцільно реалізувати у 
вигляді сторінок. Сторінки не можуть відноситися до категорії та не мають тегів. 
Сторінка завжди розглядається окремо, тоді як пости можна вивести у вигляді 
списку, у тому числі і на сторінці. 
Comments 
За замовчуванням у відвідувачів сайту є можливість залишати коментарі до 
записів. Тут їх можна переглядати та редагувати. 
Appearance 
Управління темами. Теми – це шаблони дизайну сайтів. Саме тема визначає 
зовнішній вигляд сайту. Є великий вибір тем для Wordpress, безкоштовних та 
платних. Деякі теми мають можливість налаштування вигляду сайту: зміна шрифтів, 
гами кольорів, навігації по сайту, а також можливість додання віджетів. Віджети – 
це невеличкі модулі сайту, що додають нові інтерактивні можливості або візуальні 
елементи. Прикладами віджетів є хмарка тегів, форма пошуку, календар, міні-чат 
тощо. Навігація також може бути реалізована за допомогою віджета. 
Plugins 
Управління плагінами. Плагіни доповнюють функціональність сайта та 
Wordpress’у, наприклад, фільтр коментарів чи форма відправки повідомлення. 
На відміну від віджетів, які розташовуються у певній зоні сторінки сайту, 
плагіни просто вмикаються і впливають на роботу Wordpress’у, наприклад, 
заміщучи деякий текст у сторінці на форму відправки повідомлення. Плагіни, як і 
теми, також доступні для завантаження. 
Users 
Управління користувачами. Якщо сайт наповнюють декілька користувачів, 
доцільно обмежити права на управління сайтом. 
Tools 
Інструменти, за допомогою яких можна експортувати весь контент на інший 
сервер з Wordpress або імпортувати контент з інших блогів. 
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Setttings 
Різні налаштування сайта, що не залежать від теми. 
Обов’язкові файли 
Каталог тем Wordpress’у знаходиться у wp-content/. Там треба створити 
новий каталог з назвою нашої теми. Всередині каталога створити два файли: 
index.php та style.css. Ці файли мають бути в кожній темі Wordpress. index.php – це 
шаблон теми за замовченням. Наприклад, якщо переглядається статична сторінка, 
використовується файл page.php, але якщо такого файла немає, буде використано 
index.php. Wordpress дозволяє вивести в окремі файли формування різних видів 
сторінок або навпаки, розглянути усі варіанти в одному-двох файлах. Файл style.css 
містить css-стилі для усіх сторінок теми та опис теми, наприклад: 
 
Лістинг 2.1 – Файл style.css 
/* 
Theme Name: Twenty Ten 
Theme URI: http://wordpress.org/ 
Description: The 2010 default theme for WordPress. 
Author: wordpressdotorg 
Author URI: http://wordpress.org/ 
Version: 1.0 
Tags: black, blue, white, two-columns, fixed-width,  
custom-header, custom-background, threaded-comments,  
sticky-post, translation-ready, microformats,  









Інші файли шаблонів: 
header.php – виводить DOCTYPE, тег head, відкриває теги html і body та 
виводить верхню частину сайта. 
sidebar.php – виводить сайдбар(«колонку»), де можуть бути розташовані 
різні віджети і навігація. Незважаючи на назву, не обов’язково має вигляд колонки. 
footer.php – виводить нижню частину сайта, закриває теги body і html. 
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functions.php – об’явлення нових функцій, що використовуються в темі, а 
також деяких елементів теми: навігації, сайдбарів. 
page.php – виводить сторінку. 
single.php – виводить окремий пост. 
Є ще багато інших шаблонів, також є можливість створювати свої. Для 






У цьому файлі виводиться лише центральна частина сторінки, верхня і нижня 
частини виводяться з файлів header.php і footer.php за допомогою функцій 




Це так званий Цикл Wordpress ("The Loop"). Він виводить усі пости (у 
даному випадку лише зміст сторінки). Є спеціальні функції, що використовуються 






Кодування та заголовок беруться з бази даних за допомогою функції bloginfo. 
Зверніть увагу на функцію wp_head – через неї плагіни можуть вставляти свої 
скрипти та стилі, тому вона потрібна у будь-якій темі. Функцією dynamic_sidebar у 





З такою же метою тут визивається функцыя wp_head. Копірайт та контактна 







Тут створюються навігаційне меню і обидва сайдбари. 
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ПОРЯДОК ВИКОНАННЯ ЛАБОРАТОРНОЇ РОБОТИ 
 








Крім того, можна клацнути значок Створити в правому верхньому куті 









4. Прочитавши опис додатки WordPress, натисніть Створити. 







6. Нажміть на елемент База данних і вкажіть в колонці Нова база данних 
MySQL необхідні значення для налаштування бази даних MySQL. 
 Введіть нове ім'я або використайте стандартне ім'я; 
 поле Тип бази данних залишіть стандартне значення; 
 виберіть цінову категорію. Для цього нам підходить «Меркурій» 
(безкоштовний з мінімум дозволених підключень і місця на диску). 
7. У колонці Нова база даних MySQL натисніть ОК. 
8. У колонці WordPress прийняти умови й натисніть кнопку Створити. 
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Служба додатків Azure створить веб-додаток (зазвичай це займає менше 
хвилини). Можна відслідковувати хід виконання, клацнувши значок дзвіночка у 




Запуск веб-додатка WordPress і управління ним 
 
1. Після завершення створеного веб-додатку перейдіть на порталі до групи 
ресурсів, в якій було створено програму, і ви побачите веб-додаток і базу даних. 
 У колонці Група ресурсів нажміть на  рядок веб-додатки. 








2 На сторінці вітання WordPress введіть відомості про конфігурацію, які 
потрібні WordPress, після чого натисніть кнопку Встановити WordPress. 
 
 
3 Увійдіть, використовуючи облікові дані, створені на сторінці вітання. 






5 Приклад перенесення веб-сайту на хостинг. 
 
За допомогою попередньо встановленої програми FileZilla було встановлене 












Сайт запущений та функціонує, але все одно потрібно буде перевірити чи всі 





Запитання до лабораторної 
 
1. Microsoft Azure SQL Database це – ? 
2. Що означає вертикальна масштабованість? 
3. Що означає горизонтальна масштабованість? 
4. Чи підтримується веб-роль службами IIS 7.0 і ASP.NET? 
5. Яку кількість основних служб для тривалого зберігання даних в хмарі 
забезпечує Сховище Windows Azure? 
6. Чи передбачають служби можливості для зберігання даних і управління 
ними різними способами ? (обґрунтуйте). 
 






ЛАБОРАТОРНА РОБОТА № 3 
ТЕМА: РОЗГОРТАННЯ ВЕБ-САЙТУ НА AZURE ЗА ДОПОМОГОЮ 
MICROSOFT VISUAL STUDIO 
 
Порівняльний аналіз інфраструктури сучасних хмарних-систем 
Архітектуру хмарного обчислювального середовища можна розділити на 
чотири рівні: рівень апаратних засобів дата-центру, рівень інфраструктури, рівень 
платформи і прикладний рівень, як показано на рис.1.3. 
 
Програми
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Платформа, як послуга 
(PaaS)
Інфраструктура, як сервіс 
(IaaS)
Ресурси на кожному рівні
 
 
Рисунок 1.3. Багаторівнева модель хмарних обчислень 
 
Опишемо кожний з рівнів детально. 
Апаратний рівень: цей рівень відповідає за управління фізичними ресурсами 
хмари, у тому числі фізичних серверів, маршрутизаторів, комутаторів, систем 
електроживлення та охолодження. На практиці, апаратний рівень зазвичай 
реалізується в центрах обробки даних. Центри обробки даних звичайно містять 
тисячі серверів, які організовані в стійках та з’єднані через свічі, маршрутизатори 
або інші пристрої. Типові проблеми на апаратному рівні включають апаратну 
конфігурацію, відмовостійкість, управління трафіком, управління 
електроживленням та охолодженням ресурсів.  
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Рівень інфраструктури: також відомий як рівень віртуалізації. Цей рівень 
створює пул зберігальних і обчислювальних ресурсів шляхом поділу фізичних 
ресурсів з використанням технологій віртуалізації, таких як Xen, KVM і VMware. 
Рівень інфраструктури – важливий компонент хмарних обчислень, так як багато 
ключових функцій, таких як динамічний розподіл ресурсів, надаються лише за 
допомогою технологій віртуалізації. 
Рівень платформи: створений поверх рівня інфраструктури, цей рівень 
складається з операційних систем і програмних фреймворків. Метою цього рівня є 
зведення до мінімуму зусиль з розгортання програм безпосередньо в контейнери 
віртуальних машин. Наприклад, Google App Engine працює на рівні платформи і 
підтримує API реалізації сховища, бази даних і бізнес-логіки типової веб-програми. 
Прикладний рівень: на найвищому рівні ієрархії, цей рівень складається з 
фактичних програм у хмарі. На відміну від традиційних програм, хмарні програми 
можуть використовувати автоматичні функції масштабування для досягнення більш 
високої продуктивності, доступності і низької вартості експлуатації. 
У порівнянні з традиційними хостинг середовищами, такими як виділені 
серверні ферми, архітектура хмарних обчислень є більш модульною. Кожний рівень 
має слабкий зв’язок з рівнями вище і нижче, дозволяючи кожному рівню 
розвиватися окремо. Архітектурна модульність  дозволяє хмарним обчисленням 
мати широкий діапазон використання при одночасному зниженні вимог на 
управління та витрат на обслуговування. 
Розглянемо інфраструктури сучасних Cloud-систем більш детально на 
прикладі трьох самих популярних рішень: Amazon EC2, Google App Engine та 
Microsoft Windows Azure platform. 
Amazon EC2. Amazon Web Services (AWS) являє собою набір хмарних 
сервісів, надання хмарних обчислень, зберігання та інші функції, які дозволяють 
організаціям і приватним особам розгортання програм і послуг на довгостроковій 
основі і на вимогу за фіксованими цінами. Amazon Web Services доступні через 
HTTP, з використанням REST і SOAP протоколів. Amazon Elastic Compute Cloud 
(Amazon EC2) дозволяє користувачам запускати і керувати зразками серверів в дата 
центрах хмари, використовуючи API або доступні інструментів і утиліт. Зразки 
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віртуальних машин EC2 працюють на системі віртуалізації Xen. Після створення і 
запуску екземпляра, користувачі можуть завантажувати програмне забезпечення і 
вносити до нього зміни. Користувачі мають майже повний контроль над всім стеком 
програмного забезпечення. EC2 надає можливість розміщувати примірники у 
декількох місцях. Локації EC2 складаються з регіонів і зон. Регіони складатися з 
однієї або більше зон, відокремлені один від одного географічно. Зони розташовані 
в різних місцях, які розроблені, так щоб бути ізольованими від відмов в інших зонах 
і забезпечити підключення до мережі в інші зоні у тому ж регіоні з низькою 
затримкою. Образи EC2 машин зберігаються в Amazon Simple Storage Service 
(Amazon S3). S3 зберігає дані як "об'єкти", які згруповані в "бакети". Кожний об'єкт 
містить від 1 байта до 5 гігабайт даних. Імена об'єктів по суті являються URI 
лінками. Amazon Virtual Private Cloud (VPC) є безпечним каналом між існуючою ІТ-
інфраструктури компанії та хмарою AWS. Amazon VPC дозволяє підприємствам 
підключити існуючу інфраструктуру до багатьох ізольованих AWS обчислювальних 
ресурсів за допомогою віртуальної приватної мережі (VPN) зв'язку, а також 
розширити свої існуючі можливості з управління, такі як службою безпеки, 
брандмауером і системою виявлення вторгнень, щоб включати їх AWS ресурсів. 
Метрики про EC2 включають, наприклад, завантаження процесора, мережі, 
швидкість вхід/вихід байт, диск операції читання/запису, і т.д. 
Google App Engine. Google App Engine представляє собою платформу для 
традиційних веб-програм в керованих центрах обробки даних Google. В даний час 
допустимимі мови програмування в Google App Engine: Python, Java і Go. Веб-
платформи, які працюють на платформі Google App Engine включають Django, 
CherryPy, Pylons, і web2py, а також власний фреймворк, написаний Google для веб-
програм та схожий на JSP або ASP.NET. Google виконує розгортання коду в кластер, 
моніторинг, відновлення після збою і запуск екземпляра програми, по необхідності. 
Поточна API підтримує такі функції, як зберігання і вилучення даних з BigTable (не-
реляційна бази даних), відправка HTTP запитів і робота з кешем. Розробники мають 
доступ до файлової системи на App Engine тільки на читання. Платформа Google 
App Engine дозволяє користувачам запускати і розміщувати свої веб-програми в 
інфраструктурі Google. Такі програми легко будувати, підтримувати і 
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масштабувати, в той час коли потрібен трафік чи місце для зберігання даних. При 
використанні Google App Engine, немає необхідності в підтриманні серверів і в 
команді адміністраторів. Google також надають можливість користувачеві по 
обмеженню доступу до програми для членів організації або до всього світу. За 
допомогою цієї технології створюються програми, які надійно працюють під 
великим навантаженням і використовують великі обсяги даних. 
Microsoft Windows Azure platform. Microsoft Windows Azure Platform 
складається з трьох компонентів, кожний з яких забезпечує конкретний набір послуг 
для користувачів хмари. Windows Azure надає Windows-based середовище для 
запуску програм і зберігання даних на серверах в дата центрах Microsoft. SQL Azure 
надає послуги передачі даних в хмарі на основі сервера SQL Server. NET Services 
пропонує розподілену інфраструктуру послуг хмарних програм та програм, які 
виконуються на локальних машинах. Windows Azure платформа може бути 
використана як для програм, що працюють в хмарі так і для програм, які 
виконуються на локальних машинах. Windows Azure підтримує програми, 
побудовані на. NET Framework та інших мовах програмування, які підтримуються 
операційною системою Windows (наприклад, С#, Visual Basic, C + + та інші). 
Windows Azure дозволяє зберігати дані в блоках, таблицях і чергах, використовуючи 
RESTful API через HTTP або HTTPS. Всі фізичні ресурси, такі як віртуальні машин і 
програми в дата центрі контролюються програмним забезпеченням під назвою 
«fabric контролер». З кожним додатком, користувачі завантажують файл 
конфігурації, який забезпечує на основі XML опис того, що програма вимагає для 
роботи. На основі цього файлу, Fabric контролер вирішує, де нові програми повинні 
працювати, вибираючи з фізичних серверів для оптимізації використання 
обладнання. Клієнти хмарних сховищ часто виявляються зав’язаними на 
конкретного провайдера хмарних сховищ, і це має певні ризики. Це призводить до 
свого роду "інерції даних" – чим більше даних зберігається у одного провайдера, 
тим важче стає його змінити. Клієнти не будуть в змозі вільно переміщатися до 
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Так Ні Так 
 
Хоча хмарні провайдери дотримуватися суворих угод про рівень 
обслуговування (SLA) з вражаючим часом безвідмовної роботи і часу відгуку, 
невдачі і простої все ж трапляються. Крім того є випадки збої у провайдерів 
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хмарних послуг можуть призвести до втрати даних маси клієнтів, і хоча такі 
випадки доволі рідкість, вони можуть тривати до декількох годин. 
У табл. 3.1 наведено порівняння характеристик популярних хмарних сервісів 
(Amazon Web Services, Google app engine та Windows Azure Cloud) в термінах класів 
обчислень, типів цілей застосування, і їх моделей обчислень, зберігання та 
автоматичного масштабування. Ці хмарні системи засновані на різних рівнях 
абстракції та управління ресурсами. Користувачі можуть вибрати один тип або 
комбінацію з декількох типів хмарних сервісів, щоб задовольнити специфічним 
бізнес-вимогам. 
Також можна побачити ряд проблем, з якими стикаються користувачі 
хмарних систем. Хмарні провайдери не мають ніякого уніфікованого інтерфейсу, 
який можна було б використати для легкого переходу між різними хмарними 
провайдерами, або для забезпечення додаткової відмовостійкості. Різні хмарні 
провайдери надають різні функції і рівні для контролю безпеки для своїх 
користувачів, але здебільшого такий функціонал є обмеженим на ринку хмарних 
систем. 
Існує декілька рішень вирішення існуючих проблем хмарних систем. 
Наприклад компанія Intel пропонує використовувати метод анонімізації даних для 
підвищення рівня їх безпеки при зберіганні в публічних хмарних системах. Цей 
підхід передбачає підстановку певних даних замість конфіденційних та створення 
таблиці відповідності. У цього підходу є недоліки: використання його потребує 
додаткових затрат на реалізацію підходу для структури даних користувача, при 
використанні такого підходу досить легко дізнатись початкові дані, наприклад, 




Порядок виконання лабораторної роботи 
 
1. Лабораторна робота була розроблена в Visual Studio 2013, для 
розгортання сайту на Azure, потрібно встановити оновлення VS2013.5 з сайту 
https://www.microsoft.com/en-us/download/confirmation.aspx?id=48129. 
2. Далі створюємо проект у Visual Studio, веб-сайт на мові програмування 








Для перевірки чи встановлено у вашій VS оновлення для розміщення сайту 




У даному випадку розгортаємо сайт як Web app, але можливі і інші 
можливості розгортання на Virtual Machine, але наш аккаунт на MS Azure не надає 
можливості для розгортання на Virtual Machine. Тому обираємо Web app. 
4. Налаштування вікна для конфігурації MS Azure Web App. 
 
 
В цьому вікні відображається: 
 Ім’я аккаунта користувача (MS account); 
 Ім’я сайту за, яким він буде розміщуватися на hostinger Azure (Web App 
name); 
  Ім’я сервіс-плана, яке можна встановити самому(App Service plan); 
 Вказати назву групі ресурсів(Resource group); 
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 Вибрати із списку регіон в якому розташовані(Region); 
 Вказати базу даних(якщо використовується в проекті) (Database 
service). 
Якщо ви не в перший раз розгортаєте свої проекти на Azure, потрібно 




Після конфігурацій Azure Web App, в проект вносимо зміни в код, або 









Вибираємо метод публікації в даному випадку MS Azure Web Apps і 





Вибираємо Existing Web Apps з списку і нажимаємо ОК (вона вже створена 




Після заповнення пункту Profile, переходимо до пункту Connection в якому 
система сама перевіряє усі дані введені на попередніх етапах. І заповнює поля, для 
перевірки коректності адреси ресурсу, створена кнопка Validate Connection. Після 
перевірки нажимаємо кнопку Next 
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Налаштовуємо даний сайт Configuration→Release, також можна додати 



























1. Парні варіанти мають використати шаблон Web Forms. Сайт повинен 
запускатися через аккаунт MS Azure і відображувати: 
 прізвище ім’я по батькові; 
 номер групи; 
 дату виконання завдання. 
2. Непарні  варіанти  мають  використати шаблон  Web  API. Сайт повинен 
запускатися через аккаунт MS Azure і відобразити  : 
 вказуючи замість КРКН назву предмету; 
 рік, номер залікової книги, варіант по списку, номер лабораторної. 
 
Запитання до лабораторної 
1) Назвіть рівні архітектури хмарного обчислювального середовища. 
2) Які найпопулярніші інфраструктури сучасних Cloud-систем? 
3) Чим хмарний сервіс Amazon EC2 відрізняється від Google App Engine? 
4) Чи має сервіс Microsoft Windows Azure Platform значні переваги перед 
Amazon EC2? 
5) З якими проблемами стикаються користувачі хмарних систем? 
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Zhang Q., Cheng L., Boutaba R.: J Internet Serv Appl (2010). 
4. Windows Azure Storage: A Highly Available Cloud Storage Service with 
Strong Consistency. / Calder B., Wang J., Ogus A., Nilakantan A., Skjolsvold A. :  
SOSP '11 Proceedings of the Twenty-Third ACM Symposium on Operating. 
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