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Abstract 
 
Tri-Way Pixel Value Differencing (TPVD) method is the development of Pixel 
Value Differencing (PVD) steganography method. PVD method only use one 
direction to take a pixel. But, TPVD method use three directions that created by 2x2 
block pixel. However, not all pixel pairs can be used because it has the possibility to 
be “out of bound”. Similarly, the optimal reference point selection and adaptive rules 
can cause “out of bound”. The solution is to labelling an unusable block. The 
purpose of this research is to provide an enhanced security solution with Tri-Way 
Pixel Value Differencing (TPVD) method and implement it on an Android-based 
smartphone. The test results showed that produced PSNR value is very good, 
because its value is greater than 60. (WS) 
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Abstrak 
 
Metode Tri-Way Pixel Value Differencing (TPVD) adalah metode steganografi yang 
merupakan pengembangan dari metode Pixel Value Differencing (PVD). Pada 
metode PVD, hanya memanfaatkan satu arah saja dalam pengambilan pixel. Namun 
metode TPVD, memanfaatkan tiga arah pengambilan pixel yang dibentuk dari blok 
2x2. Namun, tidak semua pasangan pixel dapat digunakan karena memiliki 
kemungkinan terjadinya out of bound. Begitupun saat pemilihan optimal reference 
point & adaptive rules juga dapat menyebabkan terjadinya out of bound. Solusi yang 
dapat digunakan adalah menandai unusable block. Penulisan ini bertujuan untuk 
memberikan solusi peningkatan keamanan dengan metode Tri-Way Pixel Value 
Differencing (TPVD) dan mengimplementasikannya pada smartphone berbasis 
Android. Hasil uji coba menunjukkan bahwa nilai PSNR yang didapat baik karena 
bernilai >60. (WS) 
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