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El propassat 10 de maig es va celebrar una Jornada organitzada conjuntament per 
diverses Seccions de l’ICAB (Dret Civil, Drets de la Infància i de l’Adolescència, Dret 
Penal i Dret de les TIC) sobre un tema de gran repercussió social i amb importants 
llacunes legals ja que és una problemàtica que ha sorgit amb l’imparable 
desenvolupament de les noves tecnologies: la protecció i responsabilitat del menor com a 
habitual usuari d’aquestes.   
Internet i en general les TIC (tecnologies de la informació i de la comunicació) 
son una eina extraordinària i han suposat una revolució en la nostra forma de treballar, 
comunicar-nos i organitzar-nos. Tot i els seus evidents beneficis, també comporten riscos, 
especialment pels col.lectius més vulnerables com poden ser els infants i adolescents. La 
facilitat per accedir a continguts inapropiats per la seva edat (material pornogràfic o 
violent), la possibilitat de contactar amb desconeguts i la dificultat de control per part dels 
pares donada la proliferació de suports tecnològics (smartphones, tablets…) son els 
principals perills. El dret i la societat han d’establir normes i estratègies efectives de 
protecció i de seguretat per fer front a aquest nou problema.  
El Xavier Campà, President de la Secció de Drets de la Infància i de 
l’Adolescència, va citar diversos articles de la Convenció de Dret dels infants de la ONU 
de 20 de noviembre de 1989 que estableixen el dret del nen a l’accés a l’informació i el 
dret a la llibertat d’expressió. També va analitzar la Llei catalana 14/2010, del 27 de maig, 
de Drets i oportunitats de la infància i adolescència, així com la modulació del concepte 
de capacitat del menor introduit al Llibre II del Codi Civil de Catalunya on s’estableix 
que el menor té capacitat natural per fer actes propis de la seva edat. Caldria plantejar-se 
si aquesta capacitat també comporta responsabilitat.  
El Rodolfo Tessone, President de la Secció de Dret de les TIC, va posar de relleu 
que no hi ha actualment un pla estructural de regulació del tema tecnològic i que aquest 
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seria necessari. Va informar sobre els nous projectes estatals de reforma en matèria de 
protecció de dades i de regulació de les cookies. Donada l’existència de potents lobbys de 
fabricants, és imprescindible crear també un lobby de juristes per fer un diagnòstic, 
pronóstic i tractament del problema. En aquest sentit va fer una crida per integrar-se en el 
grup de recerca creat a la Secció de les TIC.  
L’Andreu Van den Eynde, vocal de la Secció de Dret Penal, va definir el delicte 
informàtic com aquell que es fa contra, a través o amb l’ajuda d’un equip o sistema. Va 
fer referencia al Conveni de Budapest de 2001 sobre cibercriminalitat, tractat 
internacional que intenta fer front als delictes informàtics i als delictes a Internet 
mitjançant l’harmonització de les lleis nacionals, la millora de les tècniques de recerca i 
l’augment de la cooperació entre nacions. Entre el delictes que es regulen hi ha els 
relacionats amb la pornografia infantil.  El Jordi Ferrer, vocal de la Secció de Dret de les 
TIC, va analitzar els diferents tipus de ciberassetjament (ciberbullying) així com la 
regulació actual del child grooming a l’art. 183 bis del Codi Penal.  Aquest article va ser 
introduit per la LO 5/2010, de reforma del Codi Penal, per castigar penalment a qui, a 
través de Internet, telèfon o qualsevol TIC contacti amb un menor de 13 anys i es 
proposi concertar una trobada amb la finalitat de cometre abusos o agressions sexuals 
(art. 178 a 183 CP) o els delictes de l’art. 189 CP (prostitució i corrupción de menors). Es 
preveuen també penes agreujades quan l’atansament al menor s’aconsegueix mitjançant 
coacció, intimidació o engany.   
La Montserrat Tur, membre de la Secció de Drets de la Infància i de 
l’Adolescència, va fer un repàs del II Pla Estratègic Nacional de la Infància i de 
l’Adolescència 2013-2016 (PNIA) aprovat pel Consell de Ministres el 5 d’abril de 2013, 
especialmente el seu objectiu 3 que preten impulsar els drets i protecció de la infancia en 
relació als mitjans de comunicació i a les tecnologies de la informació.  Per assolir aquest 
objectiu, en el PNIA s’inclouen les següents mesures:  
 la formació de famílies i nens en la correcta utilització d'Internet;  
 promoure la prevenció de l'abús o l'explotació sexual de nens i adolescents a 
través de la xarxa;  
 proporcionar formació als nens i adolescents sobre les activitats i els 
comportaments que poden constituir delicte (ciberassetjament, grooming, 
pirateria...)  
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 promoure estudis per saber l'opinió dels nens sobre les oportunitats i riscos 
percebuts en relació amb els mitjans de comunicación, les noves tecnologies i les 
xarxes social; sobre la percepció de la vigilància dels pares i la mena de conflictes 
derivats de l'ús excessiu o inadequat.  
 col·laborar en la millora dels nivells de seguretat de xarxa a través de la difusió i 
promoció de sistemes de filtració que es poden instal·lar des dels propis 
servidors.  
 promoure l'autoregulació de la indústria i les línies de reclamació, per les 
organitzacions i entitats rellevants.  
 promoció de trobades entre els professionals dels mitjans de comunicació i 
experts en infància i adolescència a través de seminaris i grups de treball, per a 
l'intercanvi d'experiències i bones pràctiques,  
 desenvolupar un pla d'accions de sensibilització i formació sobre l'ús de les TIC a 
l’escola  
 promoure la transmissió d'una imatge positiva de l'ús de les TIC en nens, 
adolescents i les seves famílies a través de la formació i la promoció dels codis 
d'ètics professionals. 
El José Arenas, Agent de l’Area Tècnica de Proximitat i Seguretat ciutadana del 
Cos de Mossos d’Esquadra va explicar el POE (Programa d’Operació Específica) que fan 
als centres educatius sobre “Internet segura”. Va remarcar que les TIC es desenvolupen a 
un ritme vertiginós de manera que les necessitats evolucionen i cal canviar les estratègies 
de prevenció. Al seu parer, no es pot “posar portes al camp” i prohibir-ho tot. La solució 
als riscos de les TIC passa per reforçar la responsabilitat del menor, la seva formació des 
de ben petits i la seva autonomia. Es van projectar dos videos força impactants (“Dónde 
está Pablo” y “Think U know”) que es poden veure al Youtube i que us recomanem 
visitar. Aquests dos videos provenen de les webs www.protegeles.com y de 
www.thinkyouknow.co.uk. Finalment ens va donar una adreça electrónica de la 
Generalitat molt útil on podem escriure per tot tipus de dubte, suggeriment o queixa 
relacionats amb internet: internetsegura@gencat.cat. 
