Abstract : Wireless systems are being applied in not only consumer area but also industrial automation plants and factories. Industrial automation systems require high reliable and high available communication systems. And, several industrial wireless communication protocols have been developed and published as International Standards. Then industrial wireless communication systems compliant with such standards are provided and applied in many industrial automation plants and factories all over the world. Coexistence in industrial automation application is considered in IEC/SC65C/WG17, and IEC 62657 series has been developed and it is explained. And, actual procedures of wireless coexistence management and how to use templates for coexistence according to IEC 62657-2 are described and application for hydrogen station is considered in this paper.
Introduction
The progress of radio technologies enables high available and high reliable wireless communication systems to be installed in a variety of applications. These days, unlicensed ISM (Industry-Science-Medical) bands have been used for not only consumer applications but also industrial applications. At that time, resources of ISM bands are filled with a variety of wireless systems, and sometimes transmission speed may not fulfill user requirements.
At the SICE Annual conference 2015, International Standardization activities for coexistence among industrial wireless communication systems, and related activities in several areas and organizations were introduced, and it addressed future expectation of relevant activities [1] . This paper describes actual procedures of wireless coexistence management and how to use templates for coexistence according to IEC 62657-2, which is introduced at the SICE 2015. Moreover, these procedures apply for hydrogen station to establish coexistence status.
Requirement of Industrial Automation

General Situation
The growth of the Internet encourages not only computers but also end nodes (sensors or actuators) to establish communications each other without human actions.
IoT (Internet of Things) will enable any kinds of electrical devices and nodes to join in to send and receive information and to exchange data. In recent years, industrial field equipment and devices consisting of manufacturing system are also publishing many kinds and enormous data with IIoT (Industrial Internet of Things) concept. Such data will be expected to be analyzed and effectively utilized in order to improve production efficiency, enhanced safety and energy efficiency (Fig. 1) .
On the other hand, wireless devices are required to be used anywhere in the world because anyone is getting easier to move freely across the world. And then cellular phones and wireless LAN have been available in most countries by preparation of International Standards and consideration of frequency for global use these days.
Requirements for Globalization
Industrial automation plants and factories are also built all over the world. Some petrochemical and chemical process which were developed in the United States or Germany have been exported to oil producing counties, and some advanced manufacturing system or semiconductor manufacturing have been imported from industrially-advanced countries to developing countries and areas (Fig. 2) .
In such situations, all systems, equipment and devices are required to be compliant with some kinds of global common specifications or standards, which are International Standards.
Global use of radio frequencies are considered and adjusted in ITU (International Telecommunication Union), and then ra- 
Standardization of Industrial Wireless
Industrial wireless communication protocols for process automation were developed in two organizations. Both protocols have been published as IEC standards; one is IEC 62591 (WirelessHART TM ) and the other is IEC 62734 (ISA100.11a). Moreover, Chinese institute also developed a similar specification and it was published as IEC 62601 (WIA-PA).
These three protocols apply IEEE802.15.4 for physical layer and MAC (Media Access Control) layer as a part of Data Link layer. Each protocol adopts frequency channel hopping and black channel listing to coexist with wireless LAN systems (IEEE 802.11b/g) which use the same radio frequency band 2.4 GHz. However, wireless communication protocols with wider radio band, for example IEEE802.11n are coming up now, so it is difficult to coexist with other wireless communication systems which use same radio frequency band.
Furthermore, some IT (Information Technology) systems by using of wireless LAN (Local Area Network) have been applied in consumer applications, and those efficiency and convenience are getting well-known, so such systems will be expected to be installed into industrial fields, for example VoIP (Voice over IP), video surveillance, condition monitoring and so on. To install such multiple application in same area, it is not so hard to coexist if different radio frequency bands are adopted, for instance 5 GHz band or sub GHz band.
What's Coexistence
Current Situation of Wireless Communication
Wireless communication systems for industrial automation require higher reliability and availability than requirements of consumer use. Consumer users of cellular phones and wireless LAN systems are not guaranteed their communication speed, and those systems are classified as a "best-effort" service. Collision avoidance techniques using radio characteristics and radio modulations have been implemented in wireless devices in order to decrease the frequency of collisions. When collisions occur, the transmission will be retried. To futher reduce the frequency of collisions, frequency channel hopping technique is applied: the frequency band is divided into multiple channels and the frequency channels are changed with respect to each transmission.
Even if redundant adaptive functions are applied, it is hard that collisions will become zero under the condition which multiple wireless communication systems are operating. Traditional approaches cannot help waiting for transmission because of "retries or listen before talk", and it is almost impossible to realize a complete time deterministic communication system.
In theory, it can avoid radio interference to manage and control radio frequency, time and space.
Standardization Activities in IEC
Standardization of wireless coexistence in industrial automation is considered in the working group 17 (WG17) under a subcommittee 65C (SC65C) in IEC. The SC65C is one of subcommittee under a technical committee 65 (TC65), which develops International Standards and technical specifications in the field of industrial automation, measurement and control. A scope of SC65C is to prepare standards on Digital Data Communications sub-systems for industrial-process measurement and control as well as on instrumentation systems used for research, development and testing purposes. Industrial wireless communication protocols introduced in a previous chapter were also developed in this SC65C (Fig. 3) .
The WG17 has developed IEC 62657 series for wireless coexistence, and published an International Standard (IS) and a Technical Specification (TS) are as follows. Part 1 describes requirements of industrial wireless communications and their efficiencies, and requests continuous use of 2.4 GHz radio frequency band and assignment of future global dedicated radio frequency band for industrial automation. It was published in April 2014 as TS, and is currently considered to be developed as IS.
Part 2 defines fundamental assumptions, concepts, parameters, and procedure for wireless communication coexistence. And it provides a guidance of management of wireless communication systems for automation plant owners and maintenance workers. Currently, the revise project is ongoing.
Coexistence Concept
Wireless communication system is expected to contribute to improve more cost-efficiency, flexibility and reliability. But wireless communication system is not always same to apply wireless system for each application in plant. On the other hand, application communication requirements and profiles are described depending on the classes; functional safety, control and monitoring. Application of functional safety or control may require strict real-time communication; otherwise, application of monitoring may require more relaxed real-time communication. Figure 4 shows a coexistence conceptual model defined in IEC 62657-2. Industrial automation applications have their own application communication requirements to achieve their task. Each automation application selects a wireless communication system, and when it uses the resource, it may cause interference to other wireless communication system, but prevent the interference with their robustness. Interference is caused when signals in frequency, time and space domain overlap happened. These parameters in templates are specified by users or consultants in each wireless coexistence process, and they will be registered in a database named as LoPs (List of Properties) which are developed in IEC. End users use these parameters when they order some industrial equipment and industrial wireless equipment through an e-commerce system.
Coexistence Management Process
Coexistence management process consists of organizational activity and technical consideration. The state of wireless coexistence can be achieved with not only technical issues but also organizational measures.
For organizational achievement of wireless coexistence, a coexistence manager should be assigned to manage the wireless communication system all over the life cycle. Coexistence manager may be supported by radio experts and should have basic knowledge of radio technologies and take train of wireless technology and management process with regularity.
Coexistence management process is introduced in the following phases and is shown in Fig. 5 .
-Investigation phase
This phase is needed when new wireless communication system is installed or existing system is upgraded or modified.
Investigation task needs high skill of radio, so assistance of radio experts and suitable tools are necessary. -Planning phase Allocation of radio resource should be considered in this phase. Suitable tools are efficient for radio field planning and coexistence management measures.
-Implementation phase
In this phase, new wireless communication solutions are installed according to allocation plan. Sometimes configuration of existing system is modified.
-Operation phase
Monitoring of wireless coexistence is conducted continuously in order to detect problems.
Application of Coexistence Manegament, IEC
62657-2
General
As introduction of IEC 62657 series in Chapter 3, Part 2 provides templates for coexistence management. This procedure is only manual management but it is important to achieve wireless coexistence as the first step. In this Chapter, application of this Table 1 Example of general plant characteristic. Table 2 Example of wireless system type. procedure according to IEC 62657-2 for hydrogen gas station is described.
Application for Hydrogen Station
Hydrogen stations are increasing to be established in tandem with the penetration of fuel-cell-powered cars these days. A hydrogen station has a dispenser, an accumulator, compressor and hydrogen storage or hydrogen production equipment (Fig. 6) . Normal station has an area of about 600 m 2 (20 m × 30 m) and located in urban outdoor area. So, some Wi-Fi systems seem to be operated in the neighborhood. Moreover, drivers of cars may have cellular phones and Wi-Fi routers. So, some kinds of coexistence management are required.
Templates Provided in IEC 62657-2
IEC 62657-2 provides 6 templates in usages to describe relevant to coexistence as follows. Some templates are provided in the following tables when wireless system compliant with IEC 62734 (ISA100.11a) is installed in a hydrogen station. Examples of general plant characteristic and wireless system type are described in Tables 1 and  2 according to the case that a wireless sensor network system compliant to IEC 62734 (ISA100.11a) applies to a hydrogen station. 
Current Situations
Situation in Europe
In Europe, harmonized standards are considered in the EU (European Union) area (Fig. 7) . In regard to radio issue, EC (European Commission) issues directives or mandates according to policies and consultation of TCAM (Telecommunications Conformity Assessment and Market surveillance). And then ECC (Electronic Communications Committee) in CEPT (Conference of Postal and Telecommunications Administrations) provides CEPT report according to Mandates from EC. After that, ETSI (European Telecommunications Standards Institute) develops harmonized standards and test procedures corresponding to directives from EC. Figure 6 shows functions and roles of European organization relevant radio and wireless equipment.
To provide wireless equipment and devices in European Union area, CE marking shall be required according to R&TTED (Radio equipment and Telecommunications Terminal Equipment Directive); 1999/5/EC). As for 2.4 GHz band, EN 300 328 is registered as a relevant standard in the Official Journal of the European Union. A title of EN 300 328 is "Electromagnetic compatibility and Radio spectrum Matters (ERM); Wideband transmission systems; Data transmission equipment operating in the 2,4 GHz ISM band and using wide band modulation techniques; Harmonized EN covering essential requirements under article 3.2 of the R&TTE Directive".
In 2008, TCAM discussed the use of the 2.4 GHz by applications other than Wi-Fi TM with a power level of 100 mW, and it was agreed that implementation of channel access protocols and other mitigation techniques to keep access fairness in all wireless equipment. According to this decision, ETSI revised EN 300 328 to implement adaptive functions like LBT (Listen Before Talk) in wireless equipment which transmits with 10 mW to 100 MW and it was published as V1.8.1 in 2012.
This revision includes adopting an adaptive function like LBT, so some applications in industrial automation require time-definitive communications or emergency transmissions. In such applications, any transmissions do not allow being forced to wait by other transmissions.
European industrial automation vendors proposed to ETSI that adaptive functions should be relieved in enclosed area like industrial plants or factories where wireless coexistence management is installed according to IEC62657-2. However, this proposal was rejected in ETSI/ERM/TG11, which consists of many telecommunication equipment vendors and a few industrial automation vendors.
Currently, to ask TCAM for understanding of requirements of industrial automation, a working group (IRWC -Industrial Requirements for Wireless Communication) was established in CENELEC/TC65X, which is a mirror committee of IEC/TC65 in European Committee for Electrotechnical Standardization.
On the other hand, to consider a dedicated frequency band for industrial automation, a task group (TG41: Wireless Industrial Applications) has been established in ETSI/ERM and a new radio frequency band 5.8 GHz is being considered.
Further Considerations
• ZVEI (German Electrical and Electronic Manufacturers' Association)
German industrial automation vendors are considering more adaptive function for multiple wireless communication systems except LBT at ZVEI.
CCP (Central Coordination Point) is being drafted, which is management system of radio frequency resources for multiple wireless communication systems, and establishes automatic coexistence management automatically without LBT and automatic adaptive functions by using sensing radio spectrum. It may be considered in ETSI/ERM/TG41 soon.
• ISA100 committee ISA100 committee was established in 2005 to develop industrial wireless automation standards and related specifications for process plants as an industrial wireless common infrastructure for wide-range industrial usage. Members are including specialists of wireless technology, network, field device, and control system all over the world with collaboration with end users and suppliers. ISA100.11a was developed as an industrial wireless communication standard for process automation in 2011 and it was published as IEC 62734.
To consider coexistence of multiple wireless systems, WG20 started in 2012 to define the conceptual interfaces and protocols necessary to provide interoperable network management functions. A Common Network Management (CNM) infrastructure is expected to manage installed networks efficiently and to maintain the networks reliably and securely.
Conclusions
Coexistence techniques have also advanced in response to increasing installation of wireless systems.
One special technique cannot resolve all problems, so global and common resolution techniques and procedures are required according to each region and application, and they should be International Standards and will be used commonly by providers, users and regulators all over the world. Only conventional techniques based on radio characteristics and wireless protocols seem to be always hard to avoid interference from obstacles and noises. It is getting harder to keep a coexistence with other wireless system in wider range and more complex conditions. These days, several projects have started considering a supervisory system which manages multiple wireless networks interestedly. It may be difficult for the system to understand properties and conditions of all wireless systems to manage coexistence.
Currently, most industrial wireless communication systems use 2.4 GHz radio band based on IEEE 802.15.4. On the other hand, smart meters and RFID, etc. use sub GHz radio band based on IEEE 802.15.4g. Available radio frequency bands related to sub GHz were a little bit different in each region and countries. These days, most countries have shifted the bands to around 920 MHz, but band widths are slightly different in each country and they are not wide enough for coexistence of several kinds of wireless applications.
IEEE 802.11ah has developed a new protocol based on IP using 920 MHz frequency band with a goal of completion in March 2016. Its application includes industrial automation, so it is expected to be applied soon.
Number of devices, size and complexity of area, transmission rate, and required reliability and security differ depending on applications of wireless system. It is important that convenient and proven IT tools will be installed in industrial field, and they will contribute to improve work efficiency and product quality. It should be considered for such IT tools to apply in a variety of applications.
Radio frequency resources are restricted and should be used with efficiency. For instance, applying wireless system to industrial automation will contribute to increase manufacturing efficiency and improve energy efficiency. Frequency clearance should not depend on only a number of devices, but it should be decided based on consideration of efficiency of all resources on earth.
End-users expect to install wireless communication systems without any additional effort like coexistence management. As the first step, coexistence management processes based on IEC 62657-2 are valuable for actual use of wireless in the field. Introduction and examples in this paper would be expected to be referred for application of the coexistence management.
