In this note, we demonstrate the quantum no-hiding theorem of Braunstein and Pati [Phys. Rev. Lett. 98, 080502 (2007)] using the IBM 5Q quantum processor. We also analyze the circuit using the ZX calculus of Coecke and Duncan [New J Phys. 13(4), 043016 (2011)], which provides a pictorial/category-theoretic demonstration of the no-hiding theorem.
introduction
IBM has developed a 5-qubit, SQUID-based quantum computer, ibmqx2, which has been released to the research community at large via a web-based interface called IBM Quantum Experience [1] (IBM QE). It is world's first commercial quantum computing service provided by IBM, and permits a user to run quantum algorithms via the IBM cloud and implement quantum circuits. Using this web interface researchers have run a variety of quantum computing experiments and demonstrations, e.g., [2] [3] [4] [5] [6] [7] [8] [9] [10] [11] .
Two well-known and important qualitative features of quantum information are that, unlike classical information, it cannot be cloned [12] or deleted [13] . A closely-related, and equally important feature of quantum information, proven by Braunstein and Pati [14] is that quantum information also cannot be "hidden", in a sense that we will make precise in Section 1.1. The quantum no-hiding theorem is relevant questions about thermalization in quantum systems [15] , the black hole information loss paradox, and other areas in quantum information where state randomization plays a role, e.g. [16] .
In this note, we use IBM Quantum Experience to test and demonstrate the quantum no-hiding theorem. We remark that this work is inspired by the first experimental test of no-hiding theorem using an NMR based quantum information system [17] .
Review of The Quantum No-Hiding Theorem
In classical physics, it is possible to "hide" information in correlations. A simple example is the one-time pad [18] , used in cryptography. Consider a message which is a binary string: M = M 1 M 2 M 3 . . ., and a secret key which is also binary string of the same length: K = K 1 K 2 K 3 . . .. Create an encoded message M by performing a bitwise XOR of K on M (i.e., flip the M i if K i = 1, otherwise leave M i unchanged.) Shannon proved that an agent with access to only the encoded string M , and not the key K, has no information about the original message M [19] . Of course, an agent with access to only the key K, and not the encoded string M , also has no information about the original message M. To obtain any information about the original message M an agent requires at least some information about the correlations between the key K and the encoded string M . In this sense, one can say that the information originally contained in M has been hidden in correlations between the encoded string M and the key K.
Braunstein and Pati proved that, in quantum mechanics, hiding information in such a way is impossible [14] .
Specifically, let us define a bleaching process as a process which transforms the state of a quantum system M to the maximally mixed state (or, more generally, any fixed density matrix ρ), regardless of what the initial state of the system was. After bleaching, an agent with access to only the system M has no information about its original state. Bleaching processes are clearly not unitary, but can take place if M is an open quantum system coupled to an environment.
After bleaching, the quantum information previously contained in M cannot be truly lost (assuming the universe is a closed quantum system), so it is natural to ask where in the universe it resides. The no-hiding theorem states that, in any bleaching process, the quantum information must be transferred completely to the environment, and (unlike the example of the classical one-time pad) cannot reside within correlations between the environment and the original system M. In particular, an agent who has access to only the environment and not the bleached system M, can, in principle, always completely recover the quantum information initially stored in M, via an appropriate unitary transformation.
For a large environment, this unitary transformation may be hopelessly complicated. However, for a smaller "environment" consisting of a few qubits, it is possible to explicitly construct the required unitary transformation and thereby directly demonstrate the no-hiding theorem, as we show below.
Circuit to Demonstrate the No-Hiding Theorem
The circuit we use to demonstrate the no-hiding theorem is depicted in Figure 1 . In this circuit, the system M to be bleached is a single qubit. In order to bleach one qubit, we require an "environment" consisting of at least two ancilla qubits. A 3-qubit unitary "randomization" operator U that achieves bleaching is the controlled operation that applies one of the operators four Pauli operators I (the identity), X, Y or Z to M, depending on whether the two ancilla qubits are in the state |00 , |01 , |10 or |11 respectively. We can write this as
Let the state of M initially be |ψ . Suppose we initialize the two ancilla qubits in the state 1 4 (|00 + |01 + |10 + |11 ) .
Then after applying the unitary randomization operator U, and tracing out the ancilla qubits, it is easy to see that the state of M is the maximally mixed state, regardless of its initial state |ψ . Hence, we have bleached M. The no-hiding theorem states that we can recover |ψ , acting exclusively on the two ancillas. As mentioned earlier, for a larger environment, and a complicated randomization operator U, this might be an intractable task, but for our relatively small system, it is straightforward to to determine the Preprints (www.preprints.org) | NOT PEER-REVIEWED | Posted: 27 September 2017 doi:10.20944/preprints201709.0138.v1 two-qubit unitary that decodes the apparently lost information from the environment. We do this using the pictorial XZ calculus of Coecke and Duncan [20] in Section 4. The resulting circuit, which includes initialization, bleaching and decoding, is shown below.
IBM QE Implementation
We implemented the circuit including the unitary operator on IBM QE. It is straightforward to see that the randomization operator U can be realized as a sequence of controlled-NOT and controlled-Z gates, as shown in Figure 3 .
Let the initial state of the qubit q[0] in Figure 3 be |ψ . To demonstrate the no-hiding theorem, we need to verify that, after applying the bleaching operation, the qubit q[0] is in the maximally mixed state, and the qubit q [2] is in the state |ψ .
We do this by state tomography -we repeat the experiment many times (1024 shots), measuring one of the three Pauli-matrices in each round, to determine X , Y and Z , from which we can reconstruct the experimentally obtained density matrix ρ (E) as follows:
We compare to the theoretical density matrix:
Note that IBM quantum experience also allows us to simulate the results of the quantum computation. We use the notation ρ (S) to denote density matrices obtained by simulation. We carried out the experiment for a variety of states |ψ , of the form |ψ = cos θ |0 + sin θ |1 and found good agreement with expected results. Let us present the results explicitly when θ = The number of shots used during this experiment was 1024 shots. These results are depicted graphically in Figure 4 .
Diagrammatic Derivation
Here, we analyze the randomization circuit presented above using the ZX-calculus [20] . See [20] for details of the notation, which can be understood either as a convenient set of pictorial rules for demonstrating the equivalence of certain quantum circuits, or as an alternative axiomatization of quantum mechanics using the framework of dagger symmetric monoidal categories. These diagrams allow us to trace the flow of quantum information from the original system to the ancillas. We see that the state |ψ is encoded in the two ancilla qubits, while the first qubit now contains no information about |ψ . From the analysis, we also see that by applying the CNOT(2,3), Hadamard(2), CNOT(2,3) gates, we can decode the state |ψ from the two ancilla qubits. The above figures were created using the software Quantomatic [21] .
While the above derivation demonstrates the flow of information, it would be very interesting to provide a purely diagrammatic (or category-theoretic) proof of the no-hiding theorem, perhaps similar in spirit to the category theoretic versions of the no-cloning theorem [22] . It would also be very educational to understand the no-hiding theorem in the context of the systems-theoretic framework of [23] , where quantum information acts as a "through" variable, analogous to current in an electrical circuit, and obeys an analogue of Kirchoff's current law.
Conclusions
To conclude, we have demonstrated here the experimental verification of the no-hiding theorem using IBM QE. ZX calculus has been utilized to simplify the circuit required for illustrating this theorem. Quantum State Tomography has been performed to check the accuracy of the implementation. A number of directions can be pursued in future. One of them is the extension of the no-hiding theorem to imperfect hiding processes. We can also investigate the applications of this theorem for retrieving information from a noisy environment. In future, no-hiding theorem can also be explicated by using highly entangled states, such as Brown et al. state [24] .
