Abstract. Indoor positioning systems have attracted increasing interests for the emergency of location based service in indoor environments. Wi-Fi fingerprint-based localization scheme has become a promising indoor localization technique due to the availability of access point (AP) and its low cost. However, the received signal strength (RSS) values are easily fluctuated by the interference of multi-path effects, which introduce propagation errors into localization results. In order to address the issue, a fingerprint-based autoencoder network scheme is proposed to learn the essential features from the measured coarse RSS values and extract the trained weight parameters of autoencoder network as refined fingerprints. The extracted fingerprints are able to represent the environmental properties and display strong robustness with fluctuated signals. The proposed scheme is further implemented in complex indoor scenes, which substantiate the effectiveness and accuracy improvement compared with other RSS-based schemes.
Introduction
With the development of location based services (LBS), localization has become one of the essential modules of wireless mobile devices. It is well known that the global positioning system (GPS) can precisely solve the localization problem for open-air environments. However, it performs ineffectively in complex indoor environments, which causes disability of GPS signals to penetrate into build-in wall materials. Therefore, a great number of researchers have been interested in proposing indoor localization schemes. Recently, a variety of wireless indoor localization techniques have been widely applied into different indoor scenes, such as Wi-Fi [1] - [4] , RFID [5] , Ultra Wide-Band (UWB) [6] , other light signals [7] , etc. As one of most attractive wireless indoor localization techniques, Wi-Fi fingerprint-based localization has been used in many emerging applications due to the availability of Wi-Fi infrastructure.
Despite these advantages, Wi-Fi fingerprint-based schemes still face challenges of improvement of localization accuracy. The localization errors come from a variety of interferences including the variability of received signal strength (RSS) in temporal and special domains, multipath effect and signal shadowing, etc. [2] . Moreover, some schemes try to incorporate human mobility captured by smartphone built-in inertial sensors to reduce localization errors [8] , and some other schemes try to leverage machine learning methods to limit the propagation of localization errors [9] . However, the mentioned approaches above do not make substantial improvements in localization accuracy. On one side, traditional localization algorithms fail to alleviate the interference of RSS variability. On the other side, machine learning algorithms make little contribution to the reduction of localization errors at the cost of the computational complexity, which seriously occupy the computational recources of other applications on the mobile device and weaken the endurance capacity of mobile devices.
During the past decades, RSS fingerprint-based localization schemes have been applied into a variety of indoor environments for location based services [10] . The prevailing fingerprint-based methods mainly use the existing Wi-Fi infrastructure rather than extra deployments [11] , thus resulting in low complexity of localization systems. In the previous works, several methods, including deterministic and probabilistic methodologies, were proposed for fingerprint-based indoor localization. The strategy of both two methods is searching the off-line fingerprint database and matching one or more fingerprints with the ones similar to real-time signals. Deterministic localization methods combine several Reference Points (RPs) to estimate location of the target based on the selection of the shortest distance between the real-time signal and fingerprint in multi-dimensional space [12] [13] . In order to find out the shortest distance, standard norms [14] should be built for calculation. For probabilistic methods, the location estimation relies on the conditional posterior probability calculated by Bayesian rule. The statistic property of the fingerprint database is obtained from the probability distribution of the RPs data, and the property is a weighting factor for the target localization results.
In this paper, we design a fingerprint-based autoencoder network scheme for indoor localization. Our autoencoder network [15] is trained with the coarse RSS values collected at each reference point(RP) in the offline phases. In addition, the trained autoencoder network is represented by the weight parameters of each layer, which is also extracted as new fingerprints of the current RF. When the training work is conducted at each RP, the whole fingerprints extracted from trained networks construct the refined fingerprint database. In the online phase, we leverage the refined fingerprints to calculate the possibility of the target locating at RFs and estimate the target localization based on KNN [16] algorithm.
In the rest of this paper, we first provide the analysis of signals in Section 2, and then we present the architecture of the fingerprint-based autoencoder network scheme in Section 3. In Section 4, we introduce the implementation and evaluation. Finally, we conclude this paper in Section 5.
Fingerprint-based indoor localization scheme mainly has two phases: offline phase and online phase. In the offline phase, conducting site survey is responsible for collecting RSS values to construct fingerprint database and real-time RSS values are collected to estimate the target localization. The RSS values should first be established in the foundation of fingerprint-based indoor localization scheme, which is necessary during analysis of the properties of RSS values.
Fig. 1. CDF of correlation coefficient of RSS between adjacent positions.
Due to the complexity of indoor environment, the RSS values are susceptible to the multi-path effects, which are caused by the reflection of walls, furniture and other decorations in indoor environments. As is shown in figure 1 , the RSS values collected from eight different Access Points (Aps) at the same position are variable during a short period. Thus, it is inadvisable to collect one packet of RSS vector as the fingerprint of RPs due to the variability of RSS values. Although the RSS values are inherently unstable at a single level, packets of RSS values show stable distribution. Previous works try to establish a Gaussian distribution based on the statistical property of packets of RSS data to estimate the target localization, the possibility-based method [17] improves the localization accuracy compared with traditional determine-based method. However, determine-based [18] method still faces greatly swift phenomenon in localization results due to the multi-path effects. As a result, we propose a novel autoencoder network to train refined fingerprints using the coarse RSS data. As a result, the autoencoder network shows powerful ability to extract the features from a serial of fluctuated RSS values.
Method Design

The Architecture of Fingerprint-based Autoencoder Network
With the availability of existing Wi-Fi infrastructure, our fingerprint-based autoencoder network scheme only leverage the mobile device to collect RSS values to localize the target without other extra deployments. As shown in figure 2, in the fingerprint training phase, the mobile device is responsible for collecting RSS values from neighboring APs as the input data of three-hidden-layer autoencoder network. The autoencoder network completes the encoding process and decoding process based on backward propagation algorithm, and then the trained weights of each layer are extracted as refined fingerprints. In the localization estimation phase, the refined fingerprints are used to calculate the possibility of the target localizing at RPs with the fusion of real-time RSS values. Based on the calculated possibility, we apply KNN algorithm to estimate the target localization. 
Refined Fingerprint Training in Autoencoder Network
In the offline phase, the construction of a fingerprint database is the central step. A typical fingerprint database can be expressed as follows:
where f i represents the fingerprint pattern of the i th RP, l i is the coordinate of the corresponding RP and N is the number of RPs. In the traditional method, the fingerprint pattern is the coarse RSS values and can be denoted as f = rss 1 , rss 2 ,…, rss m , the rss i is the measured RSS value from the i th AP and the m is the number of APs. However, the typical fingerprint performance is affected by signal fluctuation. As a result, we apply the coarse RSS values into an autoencoder network to train a refined fingerprint as follows:
where w i and w i ' denote the weights matrices of the i th encoding hidden layer and its decoding mirror layer, respectively. The purpose of the autoencoder network is to extract feature from the coarse RSS values. With the encoding hidden layer, it generates a target output h when it is fed with input x, and x is a column vector of measured RSS values from detectable APs and it is same as the traditional fingerprint pattern. Then, reconstructed input x ' is reconstructed from the target output y in the decoding mirror layer. The whole learning process could be expressed as follows:
where ϕ and ψ represent the encoding function and decoding function respectively. The cost function of the autoencoder network can be calculated as follows:
It is widely acknowledged that the deep learning network minimizes the cost function to obtain the optimized weights matrices, which can represent the trained deep network. By defining the activate function as φ , the formulas of hidden layer can be combined as follows:
where w i , b i is the weight and bias matrices of i th encoding hidden layer, and w i ' , b i ' is the weight and bias matrices of i th decoding mirror layer. The gradient descent algorithm is used to update the weights and biases matrices with the times of iteration increase until the autoencoder network obtains the optimized weights as the refined fingerprints.
Target Location Estimation
To estimate the target location, KNN algorithm is applied based on the data fusion. The proposed method is shown as follows:
where L i is the coordinate of i th RP, and P(L i |x) is the posteriori probability of the target locating at i th RP. According to the Bayesian law, the posteriori probability is calculated as:
where P(L i ) is the prior probability and assumed to be a uniform distribution, P(x|L i ) can be calculated based on the radial basis function [19] with the variance σ of input data x and the refined fingerprints. P(x|L i ) can be denoted in the following:
where n denotes the number of RSS packets at each RP. By combing with the real-time measured RSS values and the refined fingerprints, the posteriori probability is then calculated and fed to the KNN algorithm for the target location estimation.
Experimental Implementation and Evaluation
Description of the Experiment
Our fingerprint-based autoencoder network scheme is conducted in living complex laboratory indoor environment with many office tables and pillars that introduce several interferences into wireless signal propagation. The layout of laboratory measures 16 × 7 square meters with 87 training points and 46 testing points as shown in figure 3 . The left picture depicts the site where the experiments were performed, with many office tables. In the right picture, the blue circle denotes the training points fed into deep network and the red square denotes the testing points used as online test. Moreover, three lines are chosen as testing points distributed in the whole sampling points. In the fingerprint training phase, the mobile phone is used to collect coarse RSS values from neighboring APs at each RP to feed the autoencoder network. The parameters of our scheme mainly include the nodes numbers of three hidden layers and neighbor number k in KNN algorithm, denoting n 1 , n 2 and n 3 as the node number of the first hidden layer, the second hidden layer and the third hidden layer, respectively. Since the network is used to extract features, the node number of the hidden layers generally decreases along the data propagation process. Based on our collected data, the structure of autoencoder network is set as n 1 =28, n 2 =16, n 3 =5 and k=9 in the KNN algorithm. These parameters result a good balance of localization accuracy and computational complexity.
Experimental environments setup
Our experiment is conducted in two phases including off-line training stage and on-line estimating stage. In the training phase, the smartphone is responsible for collecting RSS packets transformed from detected APs. In order to maintain the balance between localization accuracy and time-assumption, the number of RPs is depended on the experimental area. Once the RSS packets are collected from each RPs, the deep network can extract features from the original signal and the features are stored into off-line database as fingerprints. In the on-line estimation phase, the testing data collected by smartphone are used to estimate the target position with the match between the on-line data and off-line database.Our experiments are conducted in two typical indoor localization environments including a simple floor without obstacles and a complex laboratory with many chairs. In the first floor, in which the signals are almost no interference in transmission. As described in the figure 3 , the points marked with red triangle are testing points and the points marked with blue circle are training points. Experimental area is 7 ×4 square meters, and hundred positions are scattered in the floor. In this area, hundreds of packets of RSS are collected from detected APs that are installed in neighboring rooms. three lines are arbitrarily chosen as testing points for validate the localization effect. The laboratory is located in the third floor, in which there are many chairs that seriously introduce much interference in the propagation of RSS. Experimental area is 12 × 6 square meters, as shown in figure 4 , the points marked with red circle are testing points and the points marked with blue circle are training points. Because of the existence of barriers, only available space is selected as RPs for off-line training, which makes it more difficult to localize the target position. RSS values are collected with 0.5 grid size in continuous empty space, while it is collected with larger grid size in place where workbenches are set. Besides, the existence of pillar seriously affects the RSS propagation and make the indoor environments more complex. Due to the different size of the grid and more complex environments, the extraction of effective features are more challengeable. 
Performance Comparison
To evaluate the performance of fingerprint-based autoencoder network scheme, we compare the performance of the proposed scheme utilizing the autoencoder network to extract features from the coarse RSS values with Horus system [20] and Zhang's method [21] . Horus system is a typical method leveraging coarse RSS values and estimating the target location in a probability-based manner. In Zhang's method, deep belief network is used to realize target location estimation, a large amount of data is needed to train the network, which takes much time to collect data and occupy much computing resource. The localization accuracy is compared in the terms of the mean localization errors ε = (x e − x) 2 + (y e − y) 2 , where x e , y e and x, y denote the estimated and the real coordinates of the test points. As is shown in figure 5 and figure 6, our scheme performs better than Horus scheme and DBN-based scheme in the two different experimental scenes. In the first experiment which is conducted in floor, proposed scheme achieves 0.8 meters distance error and 1.4 meters distance error for 50% and 90% of total testing points. In addition, its mean distance error is 0.93 meter as shown in the table 1. Horus scheme has 1.3 meters and 1.5 meters of location error for 50% and 90% of total testing points, while the mean error is about 1.20 meters worse than our proposed scheme. DBN-based scheme produces 1.3 meters and 1.6 meters distance meter for 50% and 90% of total testing points, and its mean error is 1.35 meters, which is superior to Horus but inferior to our proposed scheme. In the second experiment which is conducted in laboratory, proposed scheme achieves 0.9 meters distance error and 1.4 meters distance error for 50% and 90% of total testing points as shown in figure 6 , and its mean distance error is 1.12 meters as shown in the table 1. DBNbased scheme achives1.5 meters and 2.1 meters of location error for 50% and 90% of total testing points, while the mean error is about 1.57 meters worse than our proposed scheme. Horus scheme produces 1.6 meters and 2.4 meters distance meter for 50% and 90% of total testing points, and its mean error is 1.85 meters, which is worse than the DBN-based and the proposed scheme. It is concluded that the proposed scheme outperforms Horus and DBN-based schemes in both environments.
Conclusion
In this paper, we present a novel fingerprint-based autoencoder network scheme. Using the coarse measured RSS values as refined fingerprints for training, weight parameters have been extracted from autoencoder network successfully, which demonstrates strong robustness capability to the variability of signals caused by multi-path effect. Compared with two other RSS-based methods, our experiment in complex laboratory indoor condition have demonstrated superior accuracy in localization performance. Further work will focus on the improvement of refined-fingerprint-based indoor localization using reinforcement learning methods.
