We propose a scheme for quantum key distribution (QKD) protocol with dual-rail displaced photon states. Displaced single photon states carry bit value of code which may be extracted while coherent states carry nothing and they only provide inconclusive outcome. Developed QKD protocol works with experimental attendant noise to observe presence of malicious Eve.
Introduction
The quantum key distribution protocol provides a way for two remote parties (traditionally known as Alice and Bob) to share a secure random key by communicating over an open channel [1] [2] [3] [4] [5] . The two users have two kinds of communication channels at their disposal.
One is a classical public channel that may be eavesdropped by any unauthorized person but cannot be modified and the second is a quantum channel. The quantum channel is used to transmit the secret key while the classical public channel is used to check possible presence of eavesdropping and to send the encoded message. Quantum mechanics ensures that any activities of potential eavesdroppers can be detected. If Alice and Bob are sure in security of their key, they finally process the obtained key (the raw key) to produce a much safer key (the final key) using classical methods of error correction and privacy amplification [6, 7] .
At present, there is a large collection of variations of QKD protocols [8] . Let us mention a few, chosen somewhat arbitrarily. The most famous QKD protocol is the four state scheme, usually referred to as the Bennet-Brassard 1984 (BB84) protocol. In this protocol, the transmission of a single photon randomly polarized along four directions is used [2] . The key idea of the BB84 protocol is that simultaneous measurements of noncommuting observables for a single photon in two conjugate bases are forbidden by quantum mechanics. In order words, the measurement of one observable made on the eigenstate of another observable inevitably introduces disturbance to the state. Eve has no any knowledge about the state sent by Alice and therefore she is forced on average half the time to introduce a disturbance into the state that can be detected as a bit error. One of possible variation of BB84 consists in using quantum systems of dimension greater than 2 [9] . Most of the existing schemes use an imperfect single-photon source since a single photon resource is difficult to produce experimentally, usually weak pulses were used in practice [10] . Such an implementation, in 3 general case, may subject to the photon number-splitting attack [11] . To deal with imperfect source of single photons, many interesting methods was proposed [12] involving the decoystate method [13] .
Another possible way to implement secret sharing coding is based on use of pairs of Einstein-Podolsky-Rosen (EPR) correlated photons [3] . A communication protocol based on entangled pairs of qubits is presented in [14] . A system, which is conceptually the simplest, is the use of nonorthogonal quantum states [5] . Indeed, two nonorthogonal states cannot be distinguished unambiguously without perturbation only at the cost of some losses [15] .
Initially, the two state protocol [5] was proposed to implement using interference of two classical pulses that is fragile under influence of decoherence.
Instead of use of single photons or weak coherent pulses, it is interesting idea any nonclassical field states are useful for quantum information processing and communication that was demonstrated on example of QKD with squeezed light [16] . Here, we propose to make use of nonclassical properties of the displaced single photon states to share secret coding between two sides. Displacement operator imposes additional varied degree of freedom on a photon state. According to studied model of QKD the inputs are the dual-rail displaced states rather than single photon 1 unlike [2] . In order words, carriers in the model are the optical pulses with different large amplitudes as in usual classical communication. The developed protocol of QKD is free of problems connected with interference. Let us also mention the displaced single photon state was experimentally generated in [17] . A possibility to conditionally generate displaced entangled states via nonlinear interaction of powerful pump beam with a crystal with   2  nonlinearity was proposed in [18] . Another interesting application of the displaced states is the protocol of dense coding [19] .
Implementation of QKD with dual-rail displaced states
In developed protocol, Alice prepares two ensembles of displaced states with different amplitudes of displacement (in general case, we deal with four states two of which are nonclassical). Every of the ensembles consists of only basis states, namely either product of displaced single photon and vacuum states or product of two displaced vacuum states (a two qubit system has four computational basis states denoted 00 , 10 , 01 , and 11 ) but not 
To achieve a discrimination of the outcomes (4a)-(4d) with off-the-shelf photon counters that can only differentiate between zero and more photons ( n ,..., 2 , 1 ), the simplest approach for Bob is to split them by two beam splitters as shown in Fig. 1 . Consider a partial case of such a discrimination of a single photon and coherent state as it is shown in Fig. 2 
where
are the conditional probabilities for Bob to obtain a bit result provided that Alice sent  , respectively, and
is the probability to register three clicks less provided that the states were 
Note that neither Bob nor malicious Eve cannot know the output distribution of the bit and inconclusive outcomes since the parameters
and  are chosen by Alice according to her own strategy and they are hidden from other participants. Eve can only listen to the talk between Alice and Bob through a public channel but she cannot correct the output distribution shared by Alice and Bob. Another important parameter whose change testifies presence of Eve in the communication channel is that which we call disguised probability 
Robustness to eavesdropping
We now analyze some of eavesdropping strategies. Note that direct measurement of 
The most practical eavesdropping strategy may be intercept-resend attack. Eve intercepts the quantum carrier on its way from Alice and Bob and performs the same measurement as it does Bob, namely, using a beam splitter 1 B (Eq. (3) 
by analogy with coherent states with different amplitudes. Such a density matrix introduces error in output 
where 1 E and 2 E are the Eve's modes. As 1  R , Eve may neglect contribution of second term in Eq. (9a) for her estimations. The same is applicable to the components of 2  . The best that Eve can do in the case is to choose the parameters of her beam splitters such the condition R T  to be performed. Then, the output Alice-Bob statistics 
The composite system is a direct product of the corresponding states if overlaps 
Discussion and conclusion
Optical quantum cryptography is based on the use of single photon Fock states.
Unfortunately, these states are difficult to realize experimentally. Nowadays, practical implementations rely on faint laser pulses, in which the photon number distribution obeys
Poisson statistics or entangled photon pair. Both the possibilities suffer from a small probability of generating more than one photon or photon pair at the same time. For large losses in the quantum channel, small fractions of these multiphotons can have important consequences on the security of the key. We propose not to pursue goal of creating ideal resource of single photon states and make use of really existing resource of single photons.
The way to create pseudo-single-photon states is the generation of photon pairs and the of use one photon as a trigger for the other one. Fig. 1 and 2 .
Note another peculiarity of the proposed scheme. Consider optical fiber version of a MachZehnder interferometer made out of two symmetric beam splitters connected to each other, with one phase modulator in each arm. This interferometer combined with a single-photon source and photon-counting detectors can be used for quantum cryptography provided that phase shift is kept constant. Although such a scheme may be perfect on an optical table, it is impossible to keep the path difference between two modes stable for a distance more. If we take states similar to 7(a) and 7(b) as carriers, then the same problems appear as the states 7(a) and 7(b) are the displaced analogues of a singe photon in superposition state that takes simultaneously two modes. Nevertheless, although we call used states as dual rail displaced photon number states, it is evident that Alice can do some delay between the pulses in different modes and send them through the same optical fiber one after the other where they may experience the same phase shift in environmentally sensitive part of the system. This enables to conserve phase relations of incoming pulses on output at Bob side if he also makes the same delay for first pulse before to combine two pulses on the beam splitter. Detailed analysis of influence of decoherence on phase relations is subject of future investigation and is beyond the consideration. Let us only mention that use of pulses with large amplitudes unlike conventional schemes of the quantum cryptography may show resistance to eavesdropping even in settings with high attenuation. It is also useful to note that optical scheme of two-state protocol [5] can be implemented using interference between a macroscopic bright pulse and a dim pulse with less than one photon on average [5] . Proposed optical scheme is not one of Mach-Zehnder interferometer and, as consequence, it is free of interference effect and of attendant problems. Remarkably, that this approach is robust against loss of the single photon, and inefficiency of the photodetectors. Those factors will cause the corresponding photodetectors to be silent, and such cases can simply be discarded. Therefore, this only affects the output distributions and has to be taken into account in real case.
In conclusion, we proposed a new QKD protocol that is based on use of nonclassical properties of the displaced single photon states. Given protocol works as a binary erasure channel also as in a B-92 protocol [5] . This is sole possible resemblance with a B-92 protocol but not more. Our analysis involves study of only restricted number of possible eavesdropping attacks and show that the protocol is secure under them.
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Figure 1
Schematic representation of QKD based on dual-rail displaced states. Alice prepares her dualrail displaced state and sends it to Bob who has a chance extract bit value if it was the bit state.
Otherwise Bob obtains inconclusive outcome and discards it. Bob announces a number where he successfully got bit value only if a procedure of check of eavesdropping showed absence of it. 
