Abstract -In Hill Cipher, the plain text is divided into equal sized blocks. The blocks are encrypted one at a time. Cipher text only Crypto analysis of Hill Cipher is difficult. But it is susceptible to known plain text attack.
I. INTRODUCTION
Historically, encryption schemes were the first central area of interest in cryptography. They deal with providing means to enable private communication over an insecure channel. A sender wishes to transmit information to a receiver over an insecure channel that is a channel which may be tapped by an adversary. Thus, the information to be communicated, which we call the plaintext, must be transformed (encrypted)to a cipher text, a form not legible by anybody other than the intended receiver. The latter must be given some way to decrypt the cipher text, i.e. retrieve the original message, while this must not be possible for an adversary. This is where keys come into play; the receiver is considered to have a key at his disposal, enabling him to recover the actual message, a fact that distinguishes him from any known-plaintext attack on permutation vector, the same vulnerability of original Hill cipher. [7] proposed a modification to [13] that works similar to Hill cipher permutation method, but it does not transfer permutation vector, instead both sides use a pseudorandom permutation generator, and only the number of the necessary permutation is transferred to the receiver.
The number of dynamic keys is the same as [13] . Ismail [6] tried to improve the security of Hill cipher by introduction of an initial vector that multiplies each row of the current key matrix to produce the corresponding key of each block but it has several inherent security problems. Lin Ch [10] claimed that taking random numbers and using one-way hash function thwarts the known-plaintext attack to the Hill cipher but their scheme is vulnerable to choosen-ciphertext attack.
Mohsen Toorani [11, 12] ‗n' considered =29 (prime number).
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