Abstract-MANET marks the new age of the modern communication and it is a key technology to solve many applications such as telemedicine, environment monitoring, intelligent transport system (inter-vehicle communication) etc. In this paper a new MANET protocol dedicated to intelligent transport system: CIVIC (Communication Inter Véhicule Intelligente et Coopérative) is described. CIVIC is a context aware routing protocol taking into account the location of each mobile node, road traffic, geographic environment (road map) etc. Moreover, CIVIC is implemented to support infrastructure and ad-hoc network, hybrid MANET protocol, and multisupport wireless access mediums. In this paper, we introduce the different worldwide leading research projects dedicated to intervehicle communication, the key features of CIVIC, the implementation of CIVIC on LiveNode sensor and the application project MobiPlus.
maximum range of 30 meters and a bandwidth of 1MBPS. It is adapted to the management of highway infrastructure such as automatic toll and vehicle counting, but it is not appropriate to general IVC applications: security, Internet access, etc. This project develops a communication protocol named DOLPHIN (Dedicated Omni-purpose inter-vehicle communication Linkage Protocol for HIghway automatioN) [5] . In USA, two projects are lead in parallel. The VII project is focussed on the management of highway infrastructure by using DSRC technology (frequency bandwidth 5.9GHz) [6] . While the ICDN project tries to provide passengers Internet access and improve passenger security by using the standard wireless access medium such as IEEE802.11b [7] .
Proved by researches so far, non-cooperative server systems are not fully appropriate for inter-vehicle communication [9, 10] . The MANET (Mobile wireless Ad-hoc Network) offers to be a solution of IVC for the characteristic of cooperative communication, and its economic impacts are currently inestimable. However, many problems are not yet solved such as QoS due to dynamic network topology, network interference, and method of cooperation [11] . In fact, the protocols and mathematic models developed until now are carried out within the scope of fixed and wired network, so the previous problems are not taking into account. Thus the existing MANET protocols are not adapted to IVC [10, 12, 13] . Moreover, the current research efforts are focussed on the general-purpose Internet access with lower real-time constraint, mobility and reliability. However, the requirements of IVC applications such as intelligent urban transportation system or agricultural vehicles are different than the ones of generalpurpose uses [3, 7, 10] .
In this paper, we present an intelligent cooperative intervehicle communication protocol, named CIVIC. The CIVIC protocol is a context-based hybrid MANET routing protocol dedicated to ITS (Intelligent Transport Systems). It uses the multi-wireless access medium (IEEE802.11, IEEE802.15.x), which is an unsolved problem and the stakes are high for ITS. Each node of CIVIC protocol is equipped with a specific sensor called LiveNode (LImos Versatile Embedded wireless sensor NODE), containing a GPS and at less two wireless access mediums (WiFi and ZigBee). The LiveNode sensor offers a platform to implement a rapid prototype for adaptation to different application domains.
The remainder of this paper is organized as follows. After a brief of related MANET routing protocols, the features of CIVIC protocol will be described, to be followed by a description of CIVIC implementation in section 4. In section 5, we present an outline of the MobiPlus project, where the CIVIC protocol and the LiveNode have been applied. Finally, the conclusion and an outline of the ongoing work are then presented.
II. MANET ROUTING PROTOCOLS
There are three classes of MANET routing protocol using unicast technique: proactive, reactive and hybrid.
The proactive routing keeps an up-to-date routing table. To update the routing table, each node periodically generates a sensing message to explore partially or entirely MANET. The network traffic therefore increases significantly. The main proactive protocols are: OLSR (Optimised Link State Routing), DSDV (Destination-Sequenced Distance-Vector) and TBRPF (Topology Dissemination Based on Reverse-Path Forwarding) [10] . The reactive protocol determines the routing path only when a demand is received. The main reactive protocols are: DSR 'Dynamic Source Routing', AODV 'Ad-hoc On Demand Distance Vector', TORA, ABR, SSR etc. [10, 13, 14, 15] . The hybrid protocol combines the advantages of the proactive and reactive protocols, such as ZRP (Zone Routing Protocol) [16] .
In general, the reactive protocol is more efficient in terms of bandwidth utilisation and more adapted to the rapid changing of network topology. The reactive protocol generates less traffic because the path exploration is performed only on demand. However, the proactive protocol is more interactive (the response time is shorter) because the message is sent immediately without performing route request. Hence, the proactive protocol is suitable for static network while the reactive protocol is adapted to dynamic network.
Note that the previous protocols are not taking into account the particularity of the intelligent transport system such as network connectivity, vehicle movement direction and location, road traffic, and road map.
III. CIVIC PROTOCOL
To assure network connectivity, the CIVIC protocol designed to be a hybrid protocol with both infrastructure and ad-hoc communication mode. As in typical ad-hoc network, the density of vehicle varies tremendously and the range of wireless access medium is limited. However, since the vehicles are driving along the roads, the Multi-support, Multi-service Router and Servers (MMRS) are easily to be deployed. Moreover, to increase the QoS and the robustness of communication, CIVIC protocol takes into account the traffic context, the geographical distribution of the vehicles, the vehicle speeds, and the network infrastructure.
The detail descriptions of CIVIC features are listed as following:
A. Multi-support access
Two access mediums are used to increase the robustness and the QoS of IVC. Each access medium channel is chosen to avoid or minimise interference between two channels. With an appropriate antenna, the range of IEEE802.11b can attain 1Km with the vehicle speed about 100Km/h.
B. Context based routing
To improve the throughput of CIVIC protocol, we have to consider the environment contexts (e.g. distribution, directional movement, and holiday effect) in IVC, which are quite different from the ones in general-purpose MANET applications. The vehicles are usually distributed along a road with directional movements, but in most MANET applications with general purposes, mobile nodes are grouped around an access point with random movements. In addition, the vehicle density along the road fluctuates tremendously from usual days to weekends and holidays.
The CIVIC protocol assume that all the vehicle have an itinerary and move in a known environment. The road traffic and the localisation of the vehicle are taken into account to estimate the exchange capacity of the network. It is well known that the GPS data are noisy. To correctly estimate the vehicle location, road maps will be used. Moreover, each vehicle sends a signalling message including its position to a MMRS when passing it. This message allows the MMRS to estimate the dynamic vehicle distribution along the road, and then a better knowledge concerning real-time traffic state may be obtained.
The vehicle direction is an important parameter for the routing algorithm. By introducing the direction into routing algorithm, the PDR (Packet Delivery Ratio) and delay [17] can be improved significantly. It is well known that Euclidean direction is not appropriate to define the vehicle direction because the road is not always a straight line. However, Euclidean direction may be applied for a short segment of a road. The vehicle direction is dynamically updated between two MMRS based on the itinerary of the vehicle by using road map and vehicle location. Thus a MN (Mobile Node) in a geographic database (road-map) has two attributes: Next_MMRS_Destination and the Road_Number. By doing this, the routing algorithm can determine easily how to broadcast the messages even at the branches such as crossroads or roundabouts.
C. Different services best effort
Messages are classified into the emergency message or the general-purpose message. To avoid network collapse, the message size is adapted to the hop number and the network exchange capacity. As a result, network overhead is reduced, and the robustness and the QoS of the network are improved.
D. Network connectivity
To assure network connectivity, mixed platforms (infrastructure and ad-hoc) and hybrid protocols (proactive and reactive) are implemented. The density of the vehicles changes dramatically according to the location and time. For example, there could be no other vehicle in the vehicle range at night. Thus, it is important to set up a fixed access point along the road to assure the connectivity.
The infrastructure and ad-hoc network are implemented to assure the connectivity of the network, thus it is important to deploy the MMRS along the road. As a result, the CIVIC protocol will use vehicle location to select the fixed or mobile node. The advantages of the proactive and reactive approaches will be exploited to improve the QoS of the network. Note that MMRS are connected by wired network; otherwise the network connectivity cannot be assured when the node density is low.
The main functions of the MMRS are: i. Assure the connectivity with Internet and all vehicles; ii. Maintain a message queue with destination nodes; iii. Maintain an alarm message queue for anonymous nodes; iv. Forward the message to others MMRS. The MMRS maintains at least two message queues. The first one is dedicated to store alarm messages and the second one holds the private messages of each vehicle. Thus when a vehicle reaches a MMRS, it sends a request message including his VID (Vehicle IDentifier). If an alarm and/or private messages exist, the MMRS sends the messages including the estimate vehicle density of the road. The private vehicle message will be deleted from the private message queue. As a result, a message is ended at the next MMRS from the source and then CIVIC is loop free.
E. MANET stability (link stability)
CIVIC is a hybrid protocol (proactive and reactive). To reduce the bandwidth utilization, link stability is introduced. In CIVIC, the directional one hop route request broadcast (neighbour knowledge) will be performed only when the link stability is out of date. Thus the dynamic interval of HELLO packet is evaluated by: where R is the radio range, v s is the source node mean speed, x s is the source node location, x r max is the neighbour node location adjusted by the worth case GPS location error and v r max is the corresponding mean speed.
F. Compatibility with Internet ('IP core')
It permits to satisfy the passengers (Internet connection for business and leisure anytime and anywhere) and the drivers (driving aide).
G. Directional Area Neighbour Adaptive broadcast (DANKAB)
The radio irregularity affects severely geographic routing because in some area message may pass only in one direction. Due to the radio irregularity, ZHOU proposes the multi-round routing technique to increase wireless communication robustness [18] . Moreover, due to the resource constraint of embedded router and overcome the radio irregularity effects, broadcast may be sure for IVC protocol. However, broadcasting in a MANET causes serious redundancy, contention, and collision [19] . So it is important to investigate the broadcast techniques. Williams classifies 5 broadcasting techniques [20] : i. Simple flooding (SF): SF starts with a source node broadcasting a packet to all neighbours. Each of those neighbours in turn rebroadcast the packet by exactly once. SF is adapted to low node density and/or high mobility. ii. Probability based method (PBM). PBM is similar to SF, except that nodes are only rebroadcast with predetermined probability. When the probability is 100% this scheme is identical to SF; iii. Area based method (ABM): Distance-based scheme and Location-based scheme; iv. Neighbours knowledge method (NKM): NKM includes flooding with self pruning, and scalable broadcast algorithm (SBA). In the first one, each node has knowledge of its 1-hop neighbours by periodic neighbour knowledge request; in the second one, all nodes have knowledge of their neighbours within 2-hops radius. Indeed broadcast technique is simple to implement but it may cause broadcast storm and the reachability is not guaranty. TSENG proved that adaptive counter-based and location-based effectively have resolved the dilemma between reachability and broadcast storm [19] . The interval to send HELLO message is also important to achieve efficient broadcast.
To implement CIVIC, DANKAB is adopted. In case of one hop exchange message, one hop broadcast is used. Note that, the routing table of each MN contains all the neighbour nodes, destination nodes and the next MMRS locations. In case of multi-hop exchange message, if the location of the destination node is unknown, a route request will be performed by SF to any direction. When the destination node location is known, the sending message will be performed adaptively hop-by-hop according to the density of mobile nodes. Thereby, we define the direction area with default value=±30° for broadcast angle (Fig. 1) . In order to reduce the number of messages in the network, only the MNs within the direction area can broadcast the message. If there is no MN, the angle value will be increased step by step (45°, 90° and 180°). The MN located in the direction area evaluates their position to know if it has to broadcast or not. A MN is a candidate to broadcast the message
tg is evaluated by the following formula: where (x s , y s ), (x r , y r ) and (x d , y d ) are respectively the location of source node, destination node and node r. This formula is obtained by considering the triangle made by three nodes: source, destination and r. In the case where several nodes respect the previous condition, the energy aware competitive broadcast will be applied. It means that, the free node having more energy will broadcast more quickly. Thus other nodes located in the range discarded the same message. The process will be repeated hopby-hop until the message reaches the destination node (Fig. 1) .
The CIVIC protocol structure is represented by the Fig. 2 . Both protocols were implemented on LiveNode sensor [21] driven by LIMOS operation system [21] . The LIMOS operating system is a general-use real-time operating system dedicates to wireless sensor with the stringent resource constraints. The LiveNode sensors in our experiments equip with ZigBee and GPS as show in fig. 3 . The conditions of our experiments are identical for both protocols. Experiments were carried out in a static network with nine LiveNode sensors in a 3x3 grid (about 300m internode distance). At ten-second intervals, one sensor at the corner requires routing to another sensor at the opposite corner. The routing process finishes when the source sensor receives a routing reply from the destination sensor. The valid radio range is limited in 450m, so all sensors can only communicate with their one-hop neighbours. The maximum hop distance is four.
The major characteristics of CIVIC protocol are adopting neighbour knowledge and DANKAB in order to cut down the packet number and the packet lost rate. Fig. 4 shows that after the process of neighbour knowledge exchanging, the packet number of CIVIC protocol in each minute can be significant decreased, and it remains stably in a lower packet rate. . 5 shows the overall packet number of CIVIC protocol is less than Simple Flooding protocol. Moreover, although Simple flooding protocol does not request neighbour knowledge, but it grows much more packet lost rate in the routing process; therefore its overall packet lost rate is much higher than CIVIC protocol. MobiPlus project is supported by the 'Syndicat Mixte de Transport en commun de l'agglomération clermontoise' of Clermont-Ferrand city (France). It focuses on the improvement of the Quality of Service of urban transportation system, particularly the mobility of the disabled passengers such as wheelchair users, blind users and handicapped users. The LiveNode sensors are embedded at the bus platform and connected to a RFID reader (LNP), and also embedded in each bus (LNB). The disabled passengers have a RFID tag ticket. When they arrive at the bus platform waiting for the coming bus, their presence is detected by LNP via the RFID reader. According to the handicap of the passenger, a message is sent to the arrival bus. When the message is received by LNB embedded in the bus, a message is announced to inform the bus driver. If a wheelchair user is present, the LNB activates an automaton to deploy a palette which eases wheelchair user access to bus (Fig. 6) . To increase the robustness and the reliability of the overall system, multi-support is implemented (WiFi and ZigBee). The GPS receiver is used to localize the coming buses and to estimate the bus arrival time. The CIVIC protocol was implemented on LiveNode sensor, compared to different protocol, and tested on different projects. The obtained results are satisfied. It meets the requirements of the applications in term of performance, robustness and compactness. Thus the CIVIC protocol will be implemented on the infrastructure of V2I (Véhicules et Infrastructures Innovants de la Fédération de Recherche) project: autonomous intelligent multi-modal electric cars and agricultural vehicles (tractor etc.). Note that, CIVIC protocol may be ported on other wireless access mediums and then be adapted to private cars. Moreover, CIVIC protocol will be used in the Net-ADDED EU project to increase the wireless coverage range around an access medium in the rural area to improve the practice of precision agriculture.
