Comparing with single networks, the multiplex networks bring two main effects on the spreading process among individuals. First, the pathogen or information can be transmitted to more individuals through different layers at one time, which enlarges the spreading scope. Second, through different layers, an individual can also transmit the pathogen or information to the same individuals more than once at one time, which makes the spreading more effective. To understand the different roles of the spreading scope and effectiveness, we propose an epidemic model on multiplex networks with link overlapping, where the spreading effectiveness of each interaction as well as the variety of channels (spreading scope) can be controlled by the number of overlapping links. We find that for Poisson degree distribution, increasing the epidemic scope (the first effect) is more efficient than enhancing epidemic probability (the second effect) to facilitate the spreading process. However, for power-law degree distribution, the effects of the two factors on the spreading dynamics become complicated. Enhancing epidemic probability makes pathogen or rumor easier to outbreak in a finite system. But after that increasing epidemic scopes is still more effective for a wide spreading. Theoretical results along with reasonable explanation for these phenomena are all given in this paper, which indicates that the epidemic scope could play an important role in the spreading dynamics.
Introduction
The spreading dynamic is one of the important research fields in network science [1] , which cannot only model the spreading of epidemic, opinion and rumor in our daily life, but also reflect some universal physical properties, such as phase transition and critical phenomena. The models usually used in these studies are the so-called SIR and SIS models. Here, S stands for susceptible, I for infective, and R for removed or recovered. In the spreading process, if an S is adjacent to an I, it will become an I in the next time step with an epidemic probability. At the same time, an I could recover and become an S (SIS model), or acquire immunity (or die) and become an R (SIR model) in the next time step with another probability, which often takes value 1 to simplify the model. These studies focus on the relationship between the number of I (SIS model) or R (SIR model) and the epidemic probability. Mathematically, these researches aim to get the epidemic threshold, above which there is an outbreak of pathogen, opinion or rumor in the system.
In theory, the degree-based mean-field theory is often used to solve SIS model [2] , which is developed from the classic method for that in a well-mixed system [3] . For SIR model, the bond percolation is one of the prevalent methods [4] , which considers the emergence of the giant component connected by occupied links, when each link is occupied with a probability T . Here, the giant component is a connected component that contains a constant fraction of the entire network's nodes [5] . Obviously, for a probability T , if there is no giant component in the network, the pathogen, opinion or rumor cannot spread widely in the network for an SIR model with epidemic probability T . Therefore, the critical point T c of the bond percolation on the network is also the epidemic threshold of the corresponding SIR model [4] . In simulations, instead of evolving the system step by step as the spreading mechanism required, we can also use the bond percolation to model the spreading process for a lower time complexity. Besides, there are some other theoretical approaches to study spreading dynamics on networks, one can refer to the recent review article [6] .
In reality, the spreading process in a group of individuals often contains more than one layer of connections, such as the spreading of opinion or rumor online and offline. To study this complex spreading process, the models on multiplex networks have been proposed [7] . In these models, nodes can interact with each other through different connections, which are represented by the links in different layers. The previous studies mainly consider the interaction of pathogens or information among individuals through different layers, such as two pathogens with mutual exclusion mechanism [8, 9] , spreading of an epidemic and information awareness to prevent infection [10] [11] [12] [13] , collaborating epidemic [14] , immunization strategy [15] , and cooperative epidemics [16] . Although the modeling methods for these critical issues may be different, the bond percolation has been treated as a mainstream approach for theoretical analysis [17] . The findings of these works indicate that the multi-interaction plays an important role in the spreading dynamics.
Comparing with simple networks, the multiplex network brings two main effects on the spreading process among individuals as shown in Fig.1 . First, the pathogen or information can be transmitted to more individuals through different layers at one time, which increases the number of individuals that will likely become infected or informed. 
It is clear that the infection rate of node 3 in case (b) is larger than that of case (a), however, in case (b) node 2 will never be infected by node 1.
Second, through different layers, an individual can transmit the pathogen or information to the same individuals more than once at one time, which increases the success rate of spreading. This is to say that the infection probabilities could be heterogeneous, which on average retards the spreading [18] . To get a better understanding of the two competitive effects, i.e., the effects of the diversity of the spreading scopes and effectiveness, we study a spreading process on multiplex networks with link overlapping in this paper. By adjusting the fraction of overlapping, we can get the differences and combined effects of the epidemic scope and effectiveness in the spreading dynamics on multiplex networks. Note that this model is different with the epidemics on interconnected networks [19] [20] [21] or coupled networks with node overlapping [22, 23] . In those models, the nodes for different layers are also different and the overlapping refers to nodes. That is the main difference between multiplex networks and interconnected networks.
Model
For convenience, two layers of the multiplex network used in our model are labeled as A and B, respectively. We assume that the pathogen spreads from a node to its neighbors according to SIR model. That is, a node can be in one of the three states: susceptible (S ) for the ones that not yet infected, or infectious (I) for the ones have already been infected and can transmit the pathogen to other nodes, or removed (R) for the ones that died. The pathogen can spread through the links of any of the two layers with the same consequences, i.e., infected or not. To characterize the different efficiencies of the two layers, we assume that I nodes can transmit the pathogen to their S neighbors in layers A and B with probabilities T A and T B , respectively. In addition, I nodes become R nodes in the next time step.
We assume that a fraction β of links in layer A overlap with the links of layer B. For two nodes connected directly in both layers, i.e., connected by an overlapping link, the pathogen can be transmitted between the two nodes twice. In this way, the corresponding epidemic probability can be expressed by an overall probability 1
As shown in Fig.1 , the overlapping corresponds to the effect of enhancing the epidemic effectiveness, and the non-overlapping corresponds to the effect of increasing the spreading scopes. In other words, the overlapping has both positive and negative influences in each step. By adjusting the link overlapping fraction β of a multiplex network with given degrees, we can find the features of the two aspects. In addition, note that this is different with the model studied in ref. [17] , in which all the layers have the same link occupied probability. More difference is that they are focused more on critical phenomena and its relation with that in single network.
Theory
As pointed above, the epidemic model can be mapped into a bond percolation. The only difference is that there are two different occupied probabilities T A and T B for the two layers, respectively. Assuming that the average degrees of the two layers are z A and z B . Then, the average degree of the overlapping links is βz A . Excluding these links, the average degrees of layers A and B are (1 − β)z A and z B − βz A , respectively. In what follows, we use script a, b and ab to distinguish the parameters for the three types of links, i.e., a for the links in layer A excluding the overlapping links, b for the links in layer B excluding the overlapping links and ab for the overlapping links.
Next, let us solve this bond percolation problem. As mentioned above, it is straightforward that if a node belongs to the giant component, at least one of its links (any types) must be occupied and connect to the giant component. This indicates that the fraction of the nodes in the giant component ψ can be written as
Here, p k a ,k b ,k ab is the joint distribution of the degrees k a , k b and k ab , and ϕ a (ϕ b or ϕ ab ) is the probability that a node, reached by following a link of type a (b or ab), belongs to the giant component. It is easy to know that ( 
k l is the probability that the node cannot connect to the giant component through links of type l (a, b or ab). In this way, the sum in eq.(1) means that the node cannot connect to the giant component by any type of links.
If the three degrees k a , k b and k ab are independent of each other, equation (1) can be expressed in a simple form by the generating functions of these degree distributions,
Here, the generating functions G l 0 gives the probability that a randomly chosen node cannot connect to the giant component by links of type l.
To obtain ψ, we must get ϕ a , ϕ b and ϕ ab firstly. Using the generating function of the excess-degree distribution
we can write ϕ a , ϕ b and ϕ ab in a similar form of eq. (2),
Here, the generating functions G l 1 gives the probability that the node, reached by following an l link, cannot connect to the giant component by l links. In this way, the sums of the right hand sides of eqs. (3)- (5) mean all the excess links of a node reached by following a corresponding link cannot lead to the giant component. These equations hold only for the case that k a , k b and k ab are independent of each other, or we must write them in a form similar to eq.(1).
In general, we can solve eqs. (3)- (5) to obtain ϕ a , ϕ b and ϕ ab , and then insert them into eq. (2) , all these will lead to a zero ψ, corresponding to that the pathogen or rumor dies out.
Simulation results and discussion

Poisson degree distribution
As an example, we consider the case that the two layers are both Erdős-Rényi (ER) networks with link overlapping. Thus, it is easy to know that all the three degree distributions p k a , p k b and p k ab used in eqs. 
There are two control parameters T A and T B in this equation, so we will check its solutions from the following two cases.
Case 1 : T A = T B = T . For this case, the occupied probabilities T A and T B for the two layers are equal to each other. From the simulation results shown in Fig.2 (a), we can find that for two given layers, the critical point increases with the overlapping. In other words, the overlapping suppresses the spreading. As the discussion for Fig.1 , with the increasing of the overlapping fraction, there are two main effects on the spreading process among individuals, one is enhancing the epidemic effectiveness and the other is reducing the epidemic scope. The first facilitates the spreading locally, and the second suppresses the spreading globally. Together with the results shown in Fig.2 , we conclude that adding an additional layer will facilitate the spreading, regardless of the correlation between the original network and the additional layer. However, the best is the one without link overlapping. That is to say that increasing epidemic scope is more efficient than enhancing epidemic effectiveness to facilitate the spreading process. Approaching the critical point, ψ → 0, so we can solve eq.(6) in this condition to get the critical point, that is
Obviously, equation (7) gives
So now, we obtain the critical point of the system. This theoretical result is consistent with the simulation results shown in Fig.2 (b) . From Fig.2 (b) , we can also find that the critical point T c decreases with the increasing of the average degrees z A and z B . This is quite understandable since more connections will facilitate the spreading process.
Case 2 : T A = constant. Similar with case 1, we can also solve eq.(6) in the condition ψ → 0 to obtain the critical point, the only difference is that T A is a constant. This yields
From this equation, we can find that for
T B c < 0, which means that there is no percolation transition in this system, and the giant component always exists in this system. In other words, for this epidemic probability T A , the pathogen or rumor can outbreak in the system without the participation of layer B, and T B only affects the outbreak size of the pathogen or rumor. In addition, if T B is a constant, the situation is similar, we do not repeat here for reason of brevity.
The simulation results for this case are shown in Fig.3 , which are in agreement with our analysis well. As our theory predicts, for T A = 0.6, there is no percolation transition in the system. From Fig.3 , we can also find the similar results with case 1, that is the link overlapping suppresses the spreading process. For all, it can be summarized as that for Poisson distributions, increasing the epidemic scope is more efficient than enhancing epidemic effectiveness to facilitate the spreading process.
Scale-free degree distribution
For real networks, the degree distribution often takes the form p k ∼ k −γ , 2 < γ < 3, that is the scale-free network. For this distribution, G ′ 1 (1) will be divergency, that leads to T c → 0 [4] . For multiplex networks, if one layer takes such a degree distribution, the degree of the overlapping links must obey the same distribution but with a smaller average degree. This results in that we cannot freely choose the degree distribution of the other layers, unless the overlapping links are very few.
To study our model with a scale-free degree distribution, we generate a multiplex network as follow. First, we generate a scale-free network by the configuration model [24] as one layer of the network, i.e., generating links of layer A. Then, randomly choosing a fraction β of these links to be the overlapping links ab. At last, b links can also be generated by the configuration model, here, we use Poisson degree distribution with z B = z A . Obviously, p k A , p k a and p k ab follow the same scale-free distribution but different average degrees z A , (1 − β)z A and βz A (see Fig.4 (a) ). However, for layer B, the degree distribution p k B would be a special distribution, which depends on p k ab and p k b . As shown in Fig.4 (b) , with the increasing of β, p k B will turn from a Poisson distribution to a power law. Before showing the simulation results, let us revisit the theoretical result in the last section. Obviously, equation (2) can be rewritten as
Here, G A 0 gives the probability that the node cannot connect to the giant component by A links, and G b 0 is that of b links. Similarly, equations (3)- (5) can also be rewritten as
For scale-free degree distributions, we cannot write the generating functions eqs. (11)- (13) into a simple form like that of Poisson degree distribution. However, for a finite network, there must be a cutoff for the series in the generating function, so the numerical value of each generating function can be obtained easily. In this way, we can also get the theoretical results for such networks with given sizes. In addition, since p k A is a scale-free distribution, a divergency G ′ 1 (1) will be involved when we expand eqs.(12) and (13) near the critical point (ϕ A → 0, ϕ b → 0). This is to say our model will also give a critical point T c → 0 for N → ∞.
In to a larger giant component ψ. Above some epidemic probabilities, the overlapping suppresses the spreading process as that found in the last subsection. However, below that, the overlapping facilitates the spreading.
As we know, the bond percolation on scale-free networks gives a critical point tending to 0 when N → ∞ [1] . For networks with finite sizes, the critical point indicated by the maximum point of the second largest component in the network (see Fig.5 (c) ), called pseudo-critical point, will be very small, but not 0. Generally speaking, this is because that the hub nodes in these networks can expand the spread scope easily. However, the fundamental premise is that the pathogen or rumor cannot die out in the first several steps, before the the hub nodes is infected. In this way, a local larger epidemic probability is needed to cause pathogen or rumor outbreaks. That is to say that the overlapping facilitates the spreading. i.e., the larger the overlapping fraction β is, the smaller the pseudo-critical point is (see Fig.5 (b) ). In addition, as shown in Fig.5  (d) , the pseudo-critical point tends to zero for infinite networks. This results that the non-outbreak area in Fig.5 (b) will vanish with the increasing of the network size N.
For large epidemic probabilities, the pathogen or rumor cannot easily die out. So for wide spreading, the epidemic scope of each node becomes important in a global perspective. As shown in Fig.5 (a) , when epidemic probability exceeds some values, the overlapping suppresses the spreading process, i.e., for the same epidemic probability, the system with larger overlapping fraction β gives a smaller giant component ψ. Note that the crossing points are not fixed for different β (see the inset figure of Fig.5  (a) ).
For all the results shown in Fig.5 , we summarize that the pathogen or rumor will spread more easily over the multiplex network, if one of the layers takes a scale-free degree distribution, regardless of the degree distribution of the other layer. In a finite system, the link overlapping will make the outbreak of pathogen or rumor easier. This is because that the hubs in such networks have already provided many connection for spreading, which also indicates that the epidemic scope is important for spreading dynamics on multiplex networks.
Conclusion
In this paper we have studied an epidemic model on multiplex networks with link overlapping, in which a pathogen or rumor can spread among nodes through two types of connections with different epidemic probabilities. Comparing with single networks, in such networks the pathogen or information can be transmitted to more individuals at one time, and an individual can also transmit the pathogen or information to the same individuals twice. The first increases the spreading scope of a node, and the second increases the success rate of spreading between two nodes.
Through simulation and theoretical studies, we find that for Poisson degree distribution, increasing the spreading scope is more efficient than enhancing the epidemic effectiveness to facilitate the spreading process. However, for power-law degree distribution, we find that enhancing the epidemic probability are more effective, which gives a smaller pseudo-critical point. This is because that the hub nodes in such networks have already provided many connections for increasing the spreading scopes.
For large-scale spreading, the epidemic just needs to avoid dying out in the first several steps. Once the hub nodes is infected, it becomes hard to prevent the outbreak of the epidemic. This does not indicate that the spreading scope is not important, but the power-law degree distribution provides a particular structure, which optimizes the spreading scope of all nodes as a whole. From another perspective, the overlapping of links also enables the epidemic probabilities between different nodes to be different. So the results also provides helpful insight into understanding the effects of the heterogeneity of the epidemic probabilities.
For these results, we can conclude that the spreading scope may play a more important role in the spreading process than the epidemic effectiveness. If there are enough or proper connections, a low infection pathogen or an incredible rumor can also spread widely in the social network. We think this finding will be helpful for the understanding of the spreading dynamics on real-world multiplex networks.
