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Abstract 
This paper adopts a new approach to searching the users with similar interests by mobile network services instead of by desktop 
users.  First, the direct trust is calculated based on the mobile users’ behavior and the weight of the corresponding context (time 
and position), then an indirect trust degree calculation method is proposed according to the propagation distance based on the 
theory of the six degrees of separation; secondly this paper further uses the evaluation score about a certain mobile web service 
given by a mobile user to calculate the preference similarity degree between different users. Finally based on the time attenuation 
function it tries to find the users with similar preference, so as to make use of the neighbor users’ preference profile to 
dynamically update the target user’s preference profile. Simulation shows that the proposed approach outperforms pure sliding 
window method and pure forgetting strategy method which fail to take the context mobile information into consideration in terms 
of Recall Ratio and Precision Ratio.  
© 2015 The Authors. Published by Elsevier B.V. 
Peer-review under responsibility of the Conference Program Chairs. 
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1. Introduction 
This paper aims at finding the mobile user neighbors with similar interests by comprehensively considering the 
credibility and preference similarity of different mobile users so as to provide the foundation for the updating of the 
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target user’s preferences profile. It focuses on how to introduce into the mobile user preference similarity calculation 
the context based trust degree, preference similarity and the time attenuation trend, on the basis of which, it can 
update the target users’ preferences profile according to the dynamic neighbor users’ preferences profile which are 
comprehensively constructed by the users’ daily behavior on desktop and mobile network. 
The first innovation of this is that it finds the users with similar interests by mobile network services instead of by 
desktop users. The second innovation is that it leads the trust degree of different mobile users and the relevance 
degree of mobile users with different mobile network services into the search process. In order to find the neighbors, 
taking into account the effect of the context mobile user behavior and the similarity between contexts mobile, the 
researchers calculate the trust degree between users by analyzing mobile user behavior and chooses the approximate 
neighbors by combining the similarity with the mobile user preference. The proposed method takes into 
consideration the communication behaviors and spending time between the mobile users, the mobile network 
service used by the mobile user as well as the corresponding context information (time, position), so as to find 
potential approximate neighbor with similar preference. 
The rest of this paper is organized as follows: Section 2 describes the framework and the realization of the 
proposed approach. Section 3 gives the simulation based on the proposed method and the future work is proposed in 
Section 4.  
2. The Framework and Realization of the Proposed Method 
2.1. Framework 
This part discusses the approach to finding the neighbor users with similar interests by comprehensively 
considering the communication behavior, duration time, used mobile web services and context information (time 
and position) of different mobile users. The context based mobile neighbor users finding approach proposed in this 
research is one important part of the context-awareness user preference profile based personalized information 
retrieval system, as shown in Fig.1. 
Fig. 1. The framework of the context-awareness user preference profile based personalized information retrieval system 
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2.2. Telecommunication Data based Context-Awareness Mobile Users Preference Neighborhood Finding Agent 
2.2.1 Context-Awareness Mobile Users Behavior based Trust Degree Calculation 
If there are frequent communication behaviors between mobile users not by chance, a direct trust relationship is 
considered to exist between mobile users. Moreover, if the common trust neighbors exist instead of direct trust 
relationship between mobile users, there is indirect trust relationship between users. High trust degree between users 
tends to influence user preferences. Trust degree among mobile users is affected by the context of mobile users. 
Therefore, when calculating the trust degree between mobile users, time, location, members around, and the 
corresponding behavior information among mobile users are considered. In this paper, the time context and the 
location context are classified according to the rules of formula.1 and formula.2. 
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In the following text, several terms are used with the meaning of each term being shown in table1.  
Table 1. The index of terms using in this paper. 
Terms Meaning 
speech duration The time users spent on voice calls 
speech times The number of the voice calls between two users 
message times The number of the text messages between two users 
Along duration The total online time since two users started the first voice call or text message between each other. 
Along times The total number of messages and speeches since two users started the first voice call or text message between each other. 
The more communication two users have, the higher the trust between them is. Then the trust degree between 
users is calculated based on user speech duration, speech times and message times, as shown in formula.3 . 
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(3) 
Here ),,( mesuuTR ji  and )spe,,( ji uuTR  are the trust degree between user ui and uj with the message and speech 
communication service. Nmesj and Nspej are the total number of the messages and speeches received by uj from ui. 
Nmes and Nspe are the total number of messages and speeches sent or called by user ui. Tspej is the total speech 
duration received by uj from ui, and Tspe is the total speech duration called by user ui. 
When the communication duration or times between the mobile users increase, the trust growth will drop, this 
conforms to the diminishing effect theory. This paper uses the logarithmic function to measure the influence on trust 
caused by the speech duration, speech time and the along  duration1.  In addition, with time migrating, trust between 
mobile users will also change. Because the credibility of intimate friends in university will decrease due to the 
reduced contact after graduation. Then this paper adopts the forgetting curve2 as attenuation function to map the 
trust degree among mobile users. The specific time attenuation function is shown in formula.4. 
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Here the parameter k is used to adjust the diminishing rate of the trust degree among mobile users. Formula.5 
shows the context-awareness mobile user trust degree based on formula.3 and 4. 
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Here ck belongs to the context set regulated by formula.1, njik tuuc
length ,,,  and jik uucduration ,,  respectively indicate the nth 
speech duration and the total speech duration between user ui and uj. tuc iklength ,,  and tuc ik
duration ,,  respectively indicate 
the total speech duration of user ui and the total along duration of user ui with all other mobile users constrained by 
context ck before time t. 
tspeN ˈ ˈ tmN ˈes and tduraN ˈ  respectively indicate the speech times, message times between users ui 
and uj and total along times of user ui with all other mobile users which was constrained by context ck before time t, 
and tn indicates the time of nth communication. Since the influences caused by different factors are not even, here 
weightβis led to adjust the influences of different factors, and  ¦  
4
1i
i 1E .  
The influences on the trust degree of the same mobile user’s behavior vary within different contexts. For example, 
with the same acquaintance time, compared with colleagues at work, the target users tend to have more credibility 
with object-friends at the party. Therefore, when we calculate the trust degree between the users, in addition to the 
together time, the corresponding location information should also be considered, as shown in formula.6. 
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Here CN indicates the total number of the context classification which can be calculated by the context instants. 
˅ˈ˄ 10k D represents weighting parameter, used to adjust the influence degree of each context categories to trust. This 
paper uses the particle swarm optimization algorithm to select the most optimal weighting parameter values 
In addition, credibility has transitivity. Since the trust propagation tends to attenuate, a method is put forward to 
calculate trust propagation distance, according to the six-degree segmentation theory and the method provided by 
literature3, as shown in formula.7. Then based on formula.6 and formula.7, we can get the more accurate context 
based trust degree by formula.8. Here R is the effective path to connect the mobile user ui and mobile user uj. 
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2.2.2 Interest Similarity based Neighbor Finding Approach 
It is of one-sidedness, if only trust degree between different users is used to select the approximate neighbour. 
Therefore, this paper further uses the evaluation score about a certain mobile web service given by a mobile user to 
calculate the preference similarity degree between different users. We adopt improved Pearson correlation 
coefficient4 to calculate the preference similarity degree between different mobile users, as shown in formula.9. 
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Here, ),,uInterSim i tu j˄  is the interest similarity score between users ui and uj at time t, ),,uC i tuI j˄  is the common 
interest web services between users ui and uj at time t, tsuiSI ,,  is the interest score given by user ui for web services s at 
time t,  tsu jSI ,,  is the interest score given by user uj for web services s at time t, tuiAverSI , is the average interest score of 
all the web services which user ui used at time t, tu jAverSI , is the average interest score of all the web services which 
user uj used at time t, |),,CI(u| i tu j  is the number of the common interest web services between users ui and uj at time t, 
|,| tI
iu  is the number of the interest web services of  user ui at time t, |,| tI ju  is the number of the interest web services of  
user uj at time t, and¥is a threshold used to calculate the minim number of  interest web services between users ui 
and uj at time t. 
2.2.3 Time Attenuation Function based Neighbor Finding Agent 
This paper comprehensively uses the trust degree, similarity degree which are calculated by formula.8 and 9 and 
time attenuation function to find the users who have similar internets and are approximate neighbours. This paper 
chooses logistic function to calculate the time attenuation based on users’ preference weight, as shown in formula.10. 
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Here M ,K  are the harmonic weighting parameters between 0 and 1, Z is the trust threshold between 0 and 1. 
Finally the users with higher weight than the average are chosen as the neighbour of the user ui. 
3. Simulation 
3.1. Simulation data sets 
The experiment uses MIT Reality Mining including 94 mobile users from September 2004 to July 2005, a total of 
181797 voice records and text messages The data set also includes 94 friendly relations between the mobile users 
obtained by questionnaire. However, because of the delay device and some noise data such as spam messages and 
harassing phone calls, data need pre-processing before the experiment. Then, data are to be pre-processed and the 
physical location needs to be deduced such as at home, at work, or at other places derived by setting up the 
corresponding rules. Finally, 130 friends’ relationship records are acquired through data analysis as the standard to 
evaluate the accuracy of trust. In addition, the data set contains 203 kinds of mobile phone users’ behaviour. 
Because the small quantity of mobile network service MIT data set, and few types of context. This paper also uses 
the simulation data set Mobile Services to constrain the context rules of mobile users’ historical behaviour and 
behaviour change. 
3.2. Simulation results and analysis 
Communication behavior among the mobile users plays a more important role in trust degree computing than the 
behaviors, among which, voice communication behavior has the biggest influence on credibility. The weighted 
value of the weekend is greater than that in work days in most cases; the weighted value at work (morning and 
afternoon) is less than that of other time periods. From the above results, we can see that the context factors have 
obvious influence on trust among users, so when calculating the credibility between mobile users, the context 
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information needs considering at the time of the mobile user behavior. Table 2 shows the precision and the number 
of the correct nodes when considering interest similarity and when not considering it.  
Table 2. Result in different classification method. 
classification method precision the number of the correct nodes 
not considering interest similarity 0.62 35 
considering interest similarity 0.73 41 
By combining all the analysis results, when reliability threshold is larger, although the precision in prediction of 
user preferences is higher, the corresponding recall is declining. So this paper selects the trust threshold G as 0.4. 
Based on the selected threshold, it compares the system results with two other methods: one is the pure sliding 
window method which can grasp the user’s short-term performance more accurately based on the recent data 
collected from desktop as reference, and the other one is the pure forgetting strategy method which mainly considers 
the user’s and its neighbors’ previous interest factor. Fig. 3 shows the precision ratio at the recall ratio of 0.7. 
 
Fig. 2. The precision ratio of the proposed method at the recall ratio of 0.7 
It can be seen from the simulation result that since the proposed method comprehensively consider the trust 
degree and relevance degree for different services, the neighbors are updating all the time and are adapted to 
changes in user interest rapidly, therefore it out  performance of our proposed method the other two methods. 
4. Future Work 
There are some limitations for this research. Firstly, the current method has to analyze the behavior of mobile 
users to capture the context-aware user preference, so how to protect the privacy of the mobile users is the problem 
that needs to be solved. Furthermore, the current method is based on the independent or simplified relevance of 
context, so how to more precisely specify the relevance of context also needs to be improved. 
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