Abstract-An effective and robust time synchronization scheme is essential for many wireless sensor network (WSN) applications. Conventional synchronization methods assume the use of highly accurate crystal oscillators (10-100 ppm) for synchronization, only correcting for small errors. This paper suggests a novel method for time synchronization in a multihop, fully-distributed WSN using imprecise CMOS oscillators (up to 15 000 ppm). The DiStiNCT technique is power-efficient, computationally simple, and robust to packet loss and complex topologies. Effectiveness has been demonstrated in simulations of fully connected, grid, and unidirectional ring topologies. The method has been validated in hardware on a grid of nine sensor nodes, synchronizing to within a mean error of 6.6 ms after 40 iterations.
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I. INTRODUCTION AND RELATED WORK
T IME synchronization is essential in wireless sensor networks (WSNs) for tasks including time division multiple access (TDMA), timestamping, and duty cycling [1] . Crystal oscillators are normally used for precision timing, but microcontroller units (MCUs) are usually equipped with on-chip CMOS oscillators, which may be used for timer-based interrupts and the system clock. CMOS oscillators typically have an accuracy in the range 5000-15000 ppm [2] , but their advantages over crystal oscillators include reduced power requirements, improved ruggedness and the ability to integrate on the same integrated circuit. These properties make CMOS oscillators more attractive than crystals for future WSN applications, e.g., smart dust [3] , which may use thousands of tiny low-cost nodes. Current literature on WSN time synchronization does not consider using imprecise oscillators. Existing schemes make small, infrequent adjustments and are not intended to synchronize when there are large clock offsets and drifts. A scheme using imprecise timers should be distributed, i.e., reach a consensus on timing, not rely on a single timer which may be unreliable. A synchronization algorithm for crystal-less, resource-constrained WSNs should The authors are with the Electronics and Computer Science, University of Southampton, Southampton SO17 1BJ, U.K. (e-mail: jab1g12@ ecs.soton.ac.uk; jsr@ecs.soton.ac.uk; asw@ecs.soton.ac.uk).
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Digital Object Identifier 10.1109/TII. 2017.2689330 be suitable for use with CMOS oscillators, but have low code size and computational complexity. Established synchronization algorithms include Reference Broadcast Synchronization (RBS), Timing-Sync Protocol for Sensor Networks (TPSN) and Tiny Sync [1] . Important considerations include whether a scheme is peer-to-peer or broadcast-based, suited to a stationary or mobile network, and synchronous or asynchronous [4] . A synchronization scheme may be suited to a multihop network topology and can be assessed by its scalability and power efficiency. Also, some schemes are fully distributed, whereas others require a hierarchy of nodes. In a fully distributed method there is no managing node (i.e., hub or reference node), and sensing and computation tasks are shared between nodes in the network. Distributed networks, where hundreds or thousands of low-cost nodes may be deployed [5] , are expected to improve robustness but introduce challenges in data fusion and information processing [6] . There is a small body of work on distributed algorithms, these often use pairwise communications where messages are exchanged between pairs of nodes. This is an inefficient mode of communication; if nodes broadcast to all neighbors at once, fewer transmissions are required, saving power and time. Suggested synchronization algorithms often make use of a single reference node, or a hierarchy of nodes [7] , [8] .
Schemes such as the Flooding Time Synchronization Protocol rely on a network hierarchy in multihop topologies [8] . This requires the election of a reference node from which all other nodes synchronize. In another scheme, which is truly distributed, nodes collectively agree a local time by averaging their time differences [9] . This hardware-based approach, a pulse-coupled synchronization method, has been proposed for time synchronizing sensor nodes in a distributed network. Here, nodes transmit pulses over a radio channel; the phase difference between the pulses and the clock is measured at each receiving node, and phase-locked loops (PLLs) are used to make timing adjustments. Pulse-coupled synchronization has also been shown to be effective for heterogeneous networks with two classes of nodes, where nodes may have different power requirements [10] . Earlier research done on multiagent consensus using algebraic graph theory mathematically proves that convergence is guaranteed for strongly-connected networks [11] . A synchronization algorithm has been implemented for small, fully-connected distributed networks [12] . Due to the high reliability of the crystal oscillators used, only small corrections are needed (max. 1 clock cycle per frame). There has been little consideration of multihop topologies.
Time synchronization methods typically use a software-based clock, described as a "logical" clock [7] , [13] , [14] . When maintaining a logical clock, the resolution is limited to the "tick" interval. If the resolution is fine-grained, the node must wake up frequently to update its clock, consuming power. The Reachback Firefly Algorithm (RFA) takes inspiration from nature, mimicking the synchronized pulsing of fireflies [15] . RFA is nonlinear, requiring relatively expensive computations at each node. It only synchronizes transmissions and does not provide a continuous time reference for interrupts and timestamping. Work on the Proportional-Integral Clock Synchronization algorithm suggests that proportional and integral control should be applied to correct both phase and drift errors [14] .
In adaptive synchronization, nodes estimate the clock drift of their neighbors by measuring timing offsets. The network is synchronized by adjusting clock frequencies to compensate for these drifts [16] . However, this has only been implemented on a pair of nodes and does not consider the effect of different topologies. A Kalman filter may be used to reduce errors from quantization in multihop networks with long paths [17] . However, when using imprecise oscillators quantization errors become insignificant. The try-once-discard protocol has been implemented on multihop WSN using Black Burst Synchronization (BBS) to perform time synchronization [18] . BBS avoids clashing transmissions by representing bits using a sequence of pulses. This scheme elects a master node so is not fully distributed, and may not work where there is a large uncertainty in ticks.
Least squares linear regression is often used to estimate clock drifts when performing time synchronization [7] , [8] , [19] . Least squares estimation is done by measuring the relative error over a number of frames, which is assumed to increase linearly. Using a least squares method, a constant gradient and intercept is fitted to the data. Advantages include increased accuracy and resilience to noise in measurements. However, linear regression requires more computation and space than just estimating drift across consecutive frames. Also, the assumption that error increases linearly may not hold in adverse conditions, for example if the temperature is changing. Alternatively, timer corrections may be separated into phase offset and drift estimations [7] . It is proposed that the drift estimate should be constantly updated using a feedback loop. This provides a drift estimate and accurately tracks any changes in clock drift. This paper proposes a novel algorithm, DiStiNCT (Distributed Synchronization of Nodes with CMOS Timers) for synchronizing nodes in a distributed WSN. In the algorithm, nodes calculate their average timing offset by comparing timestamps included in broadcasts to timer measurements. Nodes converge towards a globally agreed time by correcting for phase offsets and clock drift. A detailed explanation and mathematical analysis of the algorithm has been carried out (see Section II). DiStiNCT uses a similar method to a distributed pulse-coupled algorithm, which is mathematically proven to synchronize a connected network [9] . Both algorithms reach consensus on timing by nodes averaging time differences and adjusting their timing periods. However in DiStiNCT, which is packet-based, nodes broadcast timestamps instead of radio pulses. Also, DiStiNCT considers the timing error as a sum of a phase offset and clock drift whereas the pulse-based scheme uses a second-order PLL.
The proposed algorithm has been modeled and simulated for a range of network sizes and topologies (see Section III). The performance of the algorithm has been assessed for fullyconnected, grid, and ring networks of various sizes. The effect of packet loss was explored and the performance of different parameter choices measured. The method has been verified in simulation on complete, grid, and ring topologies, on networks of up to 100 nodes. It has been validated in hardware (see Section IV) and has low computational and space requirements: an implementation on Texas Instruments eZ430-RF2500 sensor nodes occupied only 1316 B of nonvolatile memory. Synchronization was achieved to a mean error of 6.6 ms, with a standard deviation of 6.3 ms, after 40 iterations; without synchronization, oscillator drift would have increased the average timing error by 74.6 ms every frame.
II. DISTRIBUTED SYNCHRONIZATION ALGORITHM
We propose a method for synchronization of imprecise, lowfrequency hardware timers. The advantage of this method is that no crystal oscillator is required. The scheme is robust to different clock drifts, network topologies and packet losses, and has low computational and space overheads.
A. Algorithm Description
Each node divides time into blocks, which are referred to as network frames. The frame structure is shown in Fig. 1 . Each node transmits only once within each frame. In the proposed method, nodes use timestamps to measure the offsets between neighbors' hardware timers. During each frame these differences are averaged and used to adjust the timing so that it converges towards a local average. Here, we will describe an ideal method which has been shown to be stable for all tested network topologies and sizes. Later, a practical adjustment to the algorithm is suggested which allows the network to update on every frame and converge more quickly.
In this method, all nodes observe for a fixed number of frames between corrections. The algorithm has the following three stages which are executed every frame.
1) Turn ON the transceiver and initialize frame variables, e.g., average time differences. 2) a) Measure timings from other nodes. b) Broadcast a timestamp once to the network. 3) Make correction to timing offset and turn OFF transceiver. The operation of each node may be represented using a state diagram (see Fig. 2 ). Fig. 3 illustrates the algorithm running on a small network of three nodes-showing how nodes adjust their inactive period lengths to compensate for clock drift and offsets between each other. After three iterations the transmit (Tx) windows are aligned, i.e., all three nodes are synchronized.
For each discrete frame, i, node n includes a timestamp, t n (i), in its transmission packet header; the packet payload may contain useful data related to the network application. When a node n receives a broadcast from node m, it measures its timer value and compares this with the timestamp. Each of the N nodes keeps a running average of these time differences over the frame. At the end of the frame, the average offset ( n ) represents a node's time offset, i.e., error relative to the frame
On certain frames, nodes make corrections according to their offset with the network. By correcting for these differences, all nodes converge to a common time. However, instead of adjusting the timer directly, the frame period is changed. For example, this may be done by writing to the timer compare register, avoiding changing the phase of the timer. This is analogous to the PLL which synchronizes the phase of an oscillator to a reference by varying the oscillator frequency. A benefit of this method is that the timer count is continuously incrementing, i.e., is monotonically increasing, making it suitable for timestamping events and setting hardware interrupts. If there were discontinuities in the timer count, the system could skip past interrupts, causing scheduled events to be missed. The error correction process may be separated into two components: phase error correction and oscillator drift estimation.
Phase error correction attempts to match the phase of a node's clock with its neighbors. This correction is proportional to the average error observed by the node: k phase n (i). This simple correction is sufficient for nodes to converge to a steady-state error in any strongly connected topology, although with clock drifts this results in a phase offset at each node [9] .
Oscillator drift describes a difference in the oscillator frequency from the expected value, causing a long-term "drift" of the clock from the reference. The drift estimator compensates for this drift, relative to other nodes in the network. To measure drift (d n ), nodes can agree to simultaneously observe for a fixed number of frames in between corrections. While observing, no phase error corrections are made. In the simplest case, nodes correct on every other frame, e.g., on even frame numbers. These observation frames allow nodes to measure the change in timer offset over time, i.e., the clock drift. If nodes observe for more than one frame between updates they should use a least-squares estimator with linear regression to fit a gradient and offset to the measured data.
Linear regression assumes that clocks drift apart at a constant rate, however the drift is likely to be time-variant. To track changes, the drift estimate is improved incrementally using a feedback loop. The drift estimate converges towards the actual drift at a rate decided by the parameter k drift
Nodes are initialized with a default period length, T . The final equation for the adjustment at each node, x n is given by (3), with the period length, T n given by (4).
Effective duty cycling is key to a power efficient system, therefore nodes should turn OFF transceivers and power down their MCUs wherever possible. Within each frame is a small window for transmitting (Tx), and an inactive period. TDMA is used to organize broadcasts. If nodes are unsynchronized, it is highly likely that nodes will broadcast while other nodes are inactive. Therefore, a guard interval (or guard period) must be added either side of the transmit window in which nodes may still receive messages. The guard interval for a given node should be no smaller than the maximum timing error observed at that node. A target of this synchronization scheme is for the timing error to be shorter than one frame period, so that the guard period may be minimized.
The propagation and processing delays result in a constant error offset appearing at every node. To reduce this delay, time stamping should always be done as close as possible to transmission and receiving. However, in some cases the delay error may be significant relative to the network period. If greater accuracy is required, this delay should be compensated for. When packets are a fixed size it may be possible to measure the propagation delay in clock cycles and subtract it from the final average timer difference. Otherwise, the delay could be estimated based on the measured delay per byte.
Each node initializes in an unsynchronized state. In this state the node does not duty cycle. For a node to enter the synchronized state it must receive a broadcast from a neighboring node. The node then writes the received timestamp directly to its timer and enters the synchronized state (this is the only time where a node can directly set its timer value). If a node fails to receive from any neighbors in a given number of frames, it times out and re-enters the unsynchronized state.
If the network observes for longer time periods between corrections, the drift estimate becomes less affected by noise in measurements. However, this also means nodes must wait longer between correcting errors. Although observing over more frames may increase the drift estimate accuracy, it was found in simulation that nodes converged more slowly when they spent longer observing. Also, this technique performs poorly in timevariant topologies; packet losses destabilized networks which observed between timing corrections more than networks that corrected after each frame.
B. Practical Adjustment
Nodes can measure their clock drifts if the network does not correct timings for one or more frames. However, correcting less frequently often increases timer uncertainty and instability in time-variant topologies. If nodes correct at the maximum rate, i.e., every frame, the timer uncertainty is minimized and nodes' timers converge more quickly and reliably.
An adjustment may be made to the algorithm so that nodes correct after every frame. Instead of observing the network over one or more frames, nodes predict what the error would have been ( n ) had they and their neighbors not made their previous phase corrections. This requires estimating the unadjusted timing of each node, t n
Using this prediction, along with the previous measured average error, it is possible for nodes to estimate their clock drift d n (7) . To implement this, nodes must store and broadcast their previous error, n (i − 1)
Whenever a node shares a timer value with another node, there is an error introduced due to the clock drifts between nodes. For example, consider the scenario where the clock of node #1 is running twice as fast as the clock at node #2. If node #1 transmits an error of 50 clock cycles, this corresponds to 50/2 = 25 clock cycles at node #2. Unless both nodes can measure their drifts exactly, it is impossible to correctly relate timer values between nodes. This must be considered when using the suggested drift estimation algorithm, as nodes must share their (previous) errors with each other. Although it was relatively insignificant, there is always an error proportional to the drift ratios in the prediction of unadjusted error.
C. Mathematical Analysis
The proposed algorithm is linear, therefore the network may be formulated as a system of difference equations. Spectral analysis decomposes a matrix into a set of eigenvalues and eigenvectors. Eigenvalues of a system matrix are an objective metric for performance; for a discrete-time system to be stable, all eigenvalues must lie in the unit circle (or equivalently |λ| < 1). The following section analyzes the modified version of the algorithm, introduced in Section II-B. The use of difference equations and eigenvalues was inspired by in-depth analysis of a similar synchronization scheme based on transmitting and observing pulses [9] .
Considering (4)- (6) for the adjusted algorithm, a node's timer value may be described as two first-order difference equations, t n (i) and d n (i) (2) . Note that jitter is ignored, and it is assumed that the drifts are time invariant. However, jitter and other nonlinear effects are considered later
T n is the frame period of a given node, which may vary between nodes due to clock drift. By performing some algebraic manipulation (9), the two equations for t n (i) and d n (i) may be combined into a single second-order equation (10) 
Rearranging and substituting for
Although the period term (T n ) has been eliminated, it is implied in the initial conditions, i.e., t n (0) = 0, t n (1) = T n . Synchronization is equivalent to convergence in this system. As the system is linear it may be represented as a matrix-lending itself to spectral (eigenvalue) decomposition.
The next step closely follows the analysis of the pulsed-based scheme [9] . The first-order and second-order terms of (10) are separated to create the first-order and second-order system matrices, A and B, respectively. The system matrix is then given by the partitioned matrix in (11) , in which I is the identity matrix and 0 is the zero matrix. A, B, I, and 0 are all N × N square matrices t(i + 1) t(i) = A B I 0
t(i) t(i − 1)
.
Without adjustment, this system describes the error relative to the perfect reference time. Without access to this reference the nodes can only converge to a shared concept of time. This offset between the network and the reference results in at least one eigenvalue at 1. However, the result of interest, i.e., the convergence of a node to a shared network time,t n (i), can be obtained by simply subtracting the average timestamp,t(i)
Wherever the difference between times at two nodes is calculated, i.e., t n (i) − t m (i), this steady state correction cancels out. Therefore, the matrix adjustments are simply:
As described in Section II-B, whenever nodes share timer values there is an error introduced. When constructing the system matrix this may be simulated by scaling any shared timer values by a random amount. This corresponds to the ratios of clock drifts between nodes. Fig. 4(a) shows the eigenvalues of a unidirectional ring topology with no drift, Fig. 4(b) shows the same network but with significant drift present. The error introduced by clock drift scatters the eigenvalues from their ideal positions. The scattering explains the increased instability caused by clock drifts in this algorithm.
In a discrete linear system, the pole with the largest magnitude dominates the response. The poles correspond directly to the eigenvalues of the system matrix. Therefore, the magnitude of the largest eigenvalue, i.e., the spectral radius (ρ) determines whether the system is stable and if so the speed at which it converges. For a discrete system, the complex argument of a pole corresponds to the oscillatory frequency of that response. Eigenvalues along the positive real axis represent poles with no oscillatory response.
III. SIMULATION RESULTS
Spectral analysis evaluates performance and stability, but fails to consider the effect of nonlinearities such as clock jitter and propagation delay. It is also difficult to analyze time-variant drifts and topologies e.g., unreliable links between nodes. To address this, a detailed simulation was set up to model the performance of each node and link. Time is measured relative to the perfect reference timer so that 1 corresponds to a frame period.
A clock cycle is not generally equivalent for different nodes, this needs to be considered whenever nodes are sharing a timing value, e.g., their previous errors. The simulation also considers the effect of phenomena such as propagation time delay and clock jitter.
The simulation may be split into four main components: 1) error measurement, 2) drift estimation, 3) error correction or period adjustment, and 4) timer updates.
Error measurement is modeled by calculating the errors at every node for each iteration of the algorithm, i.e., the error after every frame. The network topology is represented by an adjacency matrix, which may be different on each iteration. Nodes are only able to measure differences between themselves and their neighbors. Error correction is then applied at each node using the current, and possibly previous, errors according to the method.
When updating the timer, a number of factors may be considered. During a frame, a random amount of clock jitter (random error) is introduced. This is modeled using a normally distributed random variable, with a mean of 0 and standard deviation set to a measured value. Each node is assigned a drift value which is added after each frame. This drift is measured as an offset from the reference (perfectly matching frequencies result in a drift of 0 in the simulation). The drifts are randomly generated across the working range of frequencies given by the MSP430 datasheet [20] . The model may add a fixed propagation delay, taken from empirical measurements.
Three different network topologies were simulated. The fully connected topology represents a network where any node has direct links with all other nodes in the network-this is a bestcase scenario. The unidirectional ring network is a worst-case topology, in which each node has only one incoming and outgoing edge. The grid topology is a reasonable middle ground, in which the network is a square lattice of nodes and all links are bidirectional.
The settling times for networks of different sizes and topologies were simulated [see Fig. 5(a) ]. The results verify the algorithm is stable for larger networks in realistic topologies. The grid network of 100 nodes converges more slowly than smaller networks, taking approximately 200 iterations to reach a steady state. For all results the clock jitter was modeled as a normally distributed random variable with standard deviation of 40 ns. As there is no datasheet value for jitter for the MSP430's CMOS oscillator, a value was taken from measurements by observing the oscillator of a eZ430-MSP430 sensor node at room temperature and V cc = 3.3 V. A histogram of clock timings showed that the period is normally distributed about an average. This means that the majority of clock ticks lie within one standard deviation of the average period, with ticks statistically independent from one another.
Unreliable links were simulated by varying the topology over the course of the simulation. Packet loss was modeled by using a fixed probability of error for each link. The settling time was measured for a 3 × 3 grid and a range of packet loss rates [see Fig. 5(b) ]. It was found that with increased packet loss the mean settling time increased. A lost packet may be seen as equivalent to a node dropping out for a single frame. A node that fails to rejoin will not destabilize the network, as adverse topologies were shown to converge and smaller networks are generally more stable than larger ones. A simulation confirms that dropout does not adversely affect synchronization of the remaining nodes (see Fig. 6 ).
The errors in a 3 × 3 grid network, Fig. 7(a) , and ring network, Fig. 7(c) , were also simulated. The spectral analysis of the same networks are shown in Fig. 7(b) and (d) . The simulations also make some assumptions and simplifications. Transmissions are modeled as occurring synchronously. In reality, nodes will exchange messages over their Rx period and transmit in different time slots. In the simulation, time is represented using floating point precision. A value of "1" corresponds to one frame period. However, in the hardware implementation, time is measured in integer clock cycles. Also, the simulation does not consider duty cycling and the effect that this has on performance.
The effect of parameter choice and amount of drift on time synchronization was explored. It was found that certain parameter choices may be unstable (see Fig. 8 ). Using spectral analysis, the optimum parameters were found for a range of maximum clock drifts [see Fig. 5(c) ]. As the clock drift was increased, the optimum parameter choice changed. When there is no clock drift, the optimum parameters lie along the line k phase = k drift . However, as the clock drift is increased this choice is no longer optimum. Considering these results, there is no optimum choice of parameters for an arbitrary network. Instead, k phase and k drift should be chosen as appropriate for the expected network size, topologies, chosen method and the drifts expected. The parameters k phase = 0.5, k drift = 0.25 are stable for a wide range of drifts, network sizes and topologies while remaining efficient to implement. These results show that the performance of the algorithm depends on the choice of the parameters k phase and k drift . If nodes are able to measure their unadjusted error, n (i), exactly, the network will be stable for all choices of parameters within the bounds 0 < k phase < 1, 0 < k drift < 1. If the unadjusted error is estimated, there is a small error which may affect stability. It has been shown that the optimum parameters depend on the network size, topology, and amount of clock drift. Generally, smaller parameter choices improve stability although the timings converge more slowly. The unidirectional ring may be used with the maximum expected drifts as a worst case test, but the algorithm should be optimized for a realistic topology, e.g., grid. Also, if k phase = 2 −x , k drift = 2 −y then the scaling may be implemented as a bit-shift, which is efficient compared to an integer division.
The algorithm was tested observing for a different number of frames between corrections. It was found that increasing the number of observation frames resulted in slower convergence [see Fig. 9(a) ]. An improvement in accuracy was seen going from zero to one observation frame [see Fig. 9(b) ]. However, observing for longer gave no improvement. Also, it was found that observing between corrections may result in instability in timevariant topologies. When there are link errors, a network that observes between corrections may be unstable [see Fig. 9(c) ]. If the topology changes over consecutive frames, the gradient of these errors may no longer correspond to the clock drift.
IV. HARDWARE VALIDATION RESULTS
The algorithm was validated in hardware using the eZ430-RF2500 development kit, which uses an MSP430 MCU [20] . The MSP430 supports a "count up" timer mode, which counts up to a value (held in a register) before resetting to zero and triggering an interrupt. Each node may broadcast at most once every network frame. A timer is used to generate a periodic interrupt after a desired amount of time, referred to as the frame period. One timer was used with three timer interrupts available. The first timer register was used to set to the frame period. This is the value that the timer counts up to for each frame. A timer value of "0" corresponds to the start of the Tx window, i.e., the first TDMA slot.
The second compare register was used to time the broadcast within the transmit window. Each node used a unique identifier to calculate its TDMA slot and therefore interrupt value. For example, if the slot number is 2, and the slot duration is 150 clock cycles, the register would be set to 2 × 150 = 300 (clock cycles). Although beyond the scope of this paper, in a multihop network it will be important to consider how the transmissions are scheduled-for example in a simple case, slots could be randomly self-assigned and clashes ignored. The third compare register (TACCR2) was used to manage the duty cycling of the node. The function of this register was alternated between starting the next frame, and ending the current frame. If the node was inactive, this interrupt would wake up the node and start the next frame. For example, if the frame is 36 000 cycles long with a 50% duty cycle, TACCR2 would be set to a value of 36 000 − 18,000 2 = 27 000. This was done to wake up the node before the start of the Tx window.
Once turned ON, the same register was reused to turn the node OFF and end the frame. Using the example above, TACCR2 would now have a value of 9000. As the node turned OFF the register was changed back, ready to wake the node up again. There would then be a period of inactivity before the process repeated and then next frame began. 1 Tests were performed with a 3 × 3 grid of sensor nodes. The grid topology was created artificially by whitelisting nodes. Fig. 10 shows the algorithm running for 20 frames, after which the network is synchronized to a maximum error of 290 ms (9.8% of the frame period which is 3 s). After 40 frames, nodes synchronized with a maximum error of 22.2 ms (0.74% of frame period), and a mean error of 6.6 ms (0.22% of frame period) with a standard deviation of 6.3 ms. Fig. 11 shows the absolute timing error measured at a single node, showing how nodes track their timings relative to the network. In tests, nodes were sporadically reset or isolated from the network and resynchronized. Rejoining nodes detect that they have dropped out and did not destabilize the network.
Energy consumption has been observed on similar hardware using crystal oscillators and TPSN. Power usage was dominated by the radio transceiver which was active roughly 0.01% of the time [21] . If using DiStiNCT, up to 34% energy saving is possible by using a CMOS oscillator rather than a crystal [22] , although owing to its poorer timing accuracy the transceiver would have to be active for longer. To mitigate this issue, the technique proposed in this paper also minimizes the on-time of the transceiver. The transceiver duty cycling may be dynamically updated to improve power efficiency. The guard interval for a given node should be no smaller than the maximum timing error observed at that node. Applying dynamic duty cycling to the 3 × 3 grid resulted in a guard interval that was 0.75% of the frame period after 40 iterations. Including the Tx window, this Fig. 9 . Simulated performance with a nine-node grid (a) settling time for different numbers of observation frames, k p h ase = k d rift = 0.5 (when two or more observation frames are simulated, linear regression has been used to estimate the drift), (b) maximum timing error where different number of frames are observed between corrections, (c) likelihood of time synchronization for different packet error rates, when one observation frame is used between corrections, using parameters k p h ase = 0.5, k d rift = 0.25 (showing that a network using linear regression and packet loss >30% is unlikely to synchronize). reduced the duty cycle from 50% to 6.5% as follows:
Duty Cycle = 2 × Guard Interval + Tx Window Frame Length .
V. CONCLUSION
A novel time synchronization algorithm has been proposed, which has shown to be effective in all tested topologies and is robust to lost packets. Unlike previously reported works, it is able to synchronize distributed nodes with imprecise CMOS timers. The algorithm performs well in both a fully connected and grid network and is even able to synchronize a unidirectional ring network. The algorithm is suitable for a distributed WSN with broadcasting, and is space, power, and bandwidth efficient. An implementation of the algorithm has demonstrated its effectiveness in hardware, and requires only 1316 B in nonvolatile memory. The hardware tests on a grid of eZ430-RF2500 sensor nodes prove that the algorithm is effective in a real network.
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