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Abstract—5G New Radio (NR) brought new flexibility that
different numerologies can be selected to meet the requirements
of a wide variety of services. For this new structure, it is
possible to employ a blind numerology identification technique
for different goals. Therefore, we propose a blind identification
method for mixed numerologies. An autocorrelation method is
applied in the time domain by correlating the cyclic prefix (CP)
signal of the candidate numerology in the received composite
signal for numerology type identification. Then, the location
of each numerology in the frequency domain is identified by
calculating the variance of each subband, where these subbands
are occupied by different numerologies. The simulation results
are obtained under additive white Gaussian noise (AWGN) and
frequency-selective channels. The obtained results show that the
proposed method has a robust identification accuracy and a
satisfactory BER performance as compared to the conventional
multi-numerology system.
I. INTRODUCTION
THE Third Generation Partnership Project (3GPP) adoptedorthogonal frequency division multiplexing (OFDM) as
the 5G New Radio (NR) waveform for downlink and uplink
transmissions. An OFDM signal is a rectangular symbol
composed of orthogonal subcarriers that carry the modulated
symbols. The frequency spacing between the orthogonal sub-
carriers equals the reciprocal of the symbol time. The set
of subcarrier spacings (SCSs) and symbol duration in 5G is
flexible and referred to as an OFDM numerology. This flexible
multi-numerology structure has been studied in [1]–[3] and
included in the NR standards of 3GPP [4].
The structure of multi-numerology offers attractive flexibil-
ity in 5G and beyond networks. As the adjustable parameters
of numerology increase, it becomes more critical to find the
optimum one [5]. Due to this variety in the parametrization
of numerologies, distinguishing them by the user equipments
(UEs) becomes crucial in the 5G NR. The UEs can identify
numerology using different approaches; for instance, UE can
know what to look for, or it can exploit higher-layer signaling
(of known numerology) for informing the UE, or it can also
employ a blind detection method.
Blind detection algorithms are used to increase spectral
efficiency by estimating the transmission schemes without
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additional signals. There are some identification methods pro-
posed to identify OFDM signals [6], [7]. These methods target
the conventional OFDM with a single numerology. Therefore,
they cannot be directly reflected in the multi-numerology
system, where multi-numerology OFDM exists.
The idea of blind numerology identification was presented
in [8]. This work explains how to identify different numerolo-
gies in time and frequency domains. For this goal, cyclic
prefix (CP) correlation in the time domain and power spectral
density (PSD) mask in the frequency domain are exploited.
The power variations in the PSD masks are measured with the
assumption of use of blank resources whose size is different
per numerology. Therefore, only numerology identification is
aimed in [8] without identifying its locations in the frequency
domain. It is worth noting that this work proposed identifi-
cation methods without focusing on specific communication
systems. For example, the flexible multi-numerology structure
with mixed numerologies has not been investigated. Further-
more, the performance evaluation of this work has not been
conducted.
To best of our knowledge, no study in the literature explains
the blind numerology identification for multi-numerology
transmissions. We propose a new method for blind numerology
identification, where numerology types and their subband
locations can be identified. For this purpose, two receiver
algorithms are developed by employing the CP correlation-
based and signal variance-based approaches in the time and
frequency domains, respectively. The performance of the pro-
posed method is examined under additive white Gaussian noise
(AWGN) and frequency-selective channels. Our proposed
method achieves high identification accuracy without any prior
information. Also, the BER performance of the proposed
method is obtained and compared with the conventional multi-
numerology OFDM system.
Our main contributions are summarized as follows:
• We propose a novel method to solve the blind identi-
fication problem of different numerologies for a mixed
numerologies system without prior information.
• Low-complexity receiver algorithms are jointly proposed
for numerology type and location identification based
on its characteristics in time and frequency domains.
We adopt the CP autocorrelation and subband amplitude
variance algorithms in the time and frequency domains,
respectively.
• The conducted simulations show the efficiency of the
proposed method in terms of identification accuracy and
BER performances under different environments, includ-
ing AWGN and multipath fading channels.
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2The structure of this paper is organized as follows: Section
II presents our system model. Section III provides the pro-
posed identification method. Section IV discusses the obtained
simulation results. Finally, Section V concludes the paper.
II. SYSTEM MODEL
The base numerology adopted in Long Term Evolution
(LTE) has ∆f0 = 15 kHz SCS. In our analysis, we assume a
numerology with the subcarrier spacing ∆fk as [9]
∆fk = 2
k∆f0, (1)
where k is an integer value. The inverse fast Fourier transform
(IFFT)/FFT size Nk of a scalable OFDM numerology can be
written as
Nk = 2
−kN0, (2)
where N0 denotes IFFT/FFT size of the reference numerology.
The symbol duration of the scalable numerology (TOFDM,k)
can be expressed as
TOFDM,k = TDATA,k + TCP,k, (3)
where data duration TDATA,k = 1/∆fk and CP duration
TCP,k = αTDATA,k (0 < α < 1). The duration of the OFDM
symbol for the reference numerology (TOFDM,0) is related to
TOFDM,k as
TOFDM,k = 2
−k TOFDM,0. (4)
The sampling rate Ts for all used numerologies is considered
the same as [9]
Ts = ∆fkNk = ∆f0N0. (5)
Three scalable numerology options with two different sce-
narios are presented in Fig. 1. In each scenario, we assume that
the users with different numerologies share the whole band
equally. Therefore, each subband of different numerologies has
the same bandwidth.
The vector of modulated symbols for the u-th user, where
u ∈ {1, 2, ..., U}, in the frequency domain can be expressed
by
su = [su(1) su(2) ... su(Mk) 0 ... 0]
T
1×Nk , (6)
where Mk = 2−kM0 represents the total number of active
subcarriers for the u-th user (M0 is the number of activated
subcarriers of the reference numerology).
Here, each user occupies different subbands of the whole
band. Then, the time-domain signal is obtained by taking IFFT
as
xu =
1√
Nk
WHNksu, (7)
where WNk represents the inverse discrete Fourier transform
(IDFT) matrix with WHNkWNk = Nk INk . Here, INk is an
Nk ×Nk identity matrix.
To prevent intersymbol interference, the CP with a length of
NCP,k is added to xu. The complete CP-OFDM signal of the
u-th user (xCP,u) is obtained by concatenating multiple CP
added symbols. Then, the u-th user sends the xCP,u signal
over a wireless channel with a channel impulse response
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Fig. 1. An example of a mixed-numerology structure.
represented by hu. This channel-impaired received signal
is contaminated with AWGN represented by the vector w.
Finally, the noise-contaminated signal received from U users
can be represented as
y =
U∑
u=1
xCP,u ∗ hu +w, (8)
where the received vector y has a length of N + NCP
(N = max
k
{Nk} and NCP = αN ).
III. PROPOSED NUMEROLOGY IDENTIFICATION METHOD
In this section, we discuss the proposed identification algo-
rithms based on the characteristics of numerology transmis-
sion. The autocorrelation method is commonly used in the
literature for signal detection. We adopted a CP correlation
method based on the periodicities brought by the CP signals
in different numerologies. This approach is built based on
the fact that the maximum point of the time-domain metric
corresponds to the starting point of an OFDM symbol. For
each numerology, we can independently obtain different tim-
ing metrics.
To identify the candidate numerology for the u-th user, the
received composite signal (y) is correlated with all possible
CP signals in y. Here, the correlation is done for each
symbol period, where each correlation value is computed by
correlating the two sliding windows. After Nk+NCP,k shifts,
Nk + NCP,k correlation values are obtained. The absolute
values of the normalized correlation of y for the u-th user
at a position i = ns mod (Nk +NCP,k) can be shown in (9),
where ns represents the sample index.
Each numerology with scaling factor k consists of β =
{1, 2, 3, ..., N/Nk} OFDM symbols, which means that N/Nk
highest peaks can be observed and evaluated as
P βk = maxiβ
{
C˜CP (k, iβ)
}
, β = {1, 2, 3, ..., N/Nk} (10)
where iβ represents the corresponding indices of P
β
k . The set
of the found peaks is given as
Pk = {P 1k , P 2k , ..., PN/Nkk }. (11)
3C˜CP (k, i) =
∣∣∣∑NCP,kj=1 y [ns + j]∗ y [ns + Nk + j]∣∣∣√∑NCP,k
j=1 |y [ns + j]|2
√∑NCP,k
j=1 |y [ns + Nk + j]|2
(9)
Then, the average value of peaks in Pk is found as
P¯k =
1
(N/Nk)
N/Nk∑
β=1
P βk . (12)
The estimated scaling factor of the detected numerology is
calculated as
kˆ = arg max
k
{
P¯k
}
. (13)
If kˆ equals k, then a correct identification of numerology
type is achieved. The proposed time-domain identification
algorithm is summarized in Algorithm 1.
Algorithm 1 The proposed time-domain identification algo-
rithm
1: C˜CP (k, i)← Correlate the CP signal for the u-th user in y.
2: P βk = maxiβ
{C˜CP (k, iβ)} ← Evaluate the highest correlation
peaks in all possible OFDM symbols for the u-th user.
3: P¯k =
∑N/Nk
β=1
P βk
(N/Nk)
← Find the average value of the P βk
peaks.
4: kˆ = arg max
k
{P¯k} ← Estimate the scaling factor of the candi-
date numerology.
5: if kˆ = k then
6: Map k to a distinct numerology with IFFT/FFT size of Nk
(correct identification of numerology type).
7: else
8: Numerology type identification is incorrect.
9: end if
The frequency-domain offers reliable results about signals in
the communication systems. After identifying the numerology
in the time domain using Algorithm 1, we can detect its
location by exploiting its characteristics in the frequency
domain. The time-domain samples are transferred to their
corresponding frequency-domain ones.
The CP of the candidate numerology is removed from y and
the resultant signal given as yu. Afterward, the FFT operation
with a length of Nk is employed to the received compos-
ite signal (y) to get the resultant frequency-domain vector
yF,u. The location of the candidate numerology is detected
by observing the lowest amplitude variation in the absolute
response of yF,u (i.e. |yF,u|) for A used subbands. More
specifically, the variation coefficient (Vl) is calculated for each
band l ∈ {l1, l2, ..., lA} as
Vl = σ/µ
=
1
Lb−1
∑
l
∣∣∣yl − 1Lb ∑l yl∣∣∣2
1
Lb
∑
l yl
,
(14)
where σ and µ represent the sample variance and mean
over a specific band in |yF,u| (i.e. yl) with a length of Lb.
The possible location of the used subband is represented by
la = {aMk, aMk+1, ..., 2aMk}, where a ∈ {1, 2, ..., A}. The
location of the candidate numerology is estimated based on the
obtained Vl values as
lˆ = arg min
l
{Vl} . (15)
If the number of elements in lˆ equals 1, a correct identification
of numerology location is achieved. Otherwise, an incorrect
identification introduces bit error(s) besides the error bits in
the detection of the conventional symbols in the classical
multi-numerology system. The step-by-step procedure of the
proposed frequency-domain algorithm can be summarized, as
shown in Algorithm 2.
Algorithm 2 The proposed frequency-domain identification
algorithm
1: yu ← Remove the CP signal part of the candidate numerology
from y.
2: yF,u ← Employ FFT with length Nk to yu.
3: |yF,u| ← Find the amplitude response of yF,u.
4: Vl ← Find the variation coefficient for each band in |yF,u|.
5: lˆ← Estimate the location of the candidate numerology based on
the lowest value(s) of Vl.
6: if Number of elements in lˆ equals 1 then
7: The candidate numerology is located at a specific subband
whose position is shown in lˆ (correct identification of numerology
location).
8: else
9: Identification of numerology location is incorrect.
10: end if
To test the robustness of the proposed method, its BER
performance is compared with the theoretical results of the
conventional OFDM that are formulated for binary phase
shift keying (BPSK) transmissions over AWGN and Rayleigh
fading channels as [10]
Pb =
1
2
Q(
√
2SNR) (16)
and
Pb =
1
2
(
1−
√
SNR
SNR+ 1
)
, (17)
where Q(.) is the standard Q-function [11] and SNR =
Eb/No,T (Eb and No,T represent the bit energy and the noise
variance in the time domain, respectively).
IV. SIMULATION RESULTS
In this section, the simulation results are illustrated to inves-
tigate the robustness of the proposed method. In the conducted
simulations, the received multi-numerology signals are as-
sumed to be affected by AWGN and multipath Rayleigh fading
channels. The considered multipath channel characterized by
an impulse response of length 9 and normalized power delay
profile % = [0.8407, 0, 0, 0.1332, 0, 0.0168, 0.0067, 0, 0.0027]
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Fig. 2. CP correlation calculations in Algorithm 1 for the 15 kHz and 30
kHz numerologies without considering noise and channel effects.
mW [12]. For each SNR value, we performed the simulations
104 times to ensure good accuracy.
For the sake of simplicity, we considered two scenarios in
the conducted simulations. The base numerology with 15 kHz
SCS is mixed with 30 kHz SCS and 60 kHz SCS numerologies
in the first and second scenarios, respectively. The adopted
numerology parameters are shown in Table I [4]. The CP
ratio is set as α = 1/16. For simplicity, we assume an uplink
transmission of two users using different numerologies with
BPSK symbols carried on the activated subcarriers.
TABLE I
THE NUMEROLOGIES PARAMETERS IN THE CONSIDERED SCENARIOS
Numerology NUM-1 NUM-2 NUM-3
k 0 1 2
∆fk 15 kHz 30 kHz 60 kHz
Nk 4096 2048 1024
NCP,k 256 128 64
Mk 1024 512 256
Number of OFDM symbols 1 2 4
For a clear presentation of Algorithm 1, its performance
has shown without considering the channel distortion and
noise effects. Fig. 2 displays the conducted simulations for
the first scenario. Correct identification of the 15 kHz and
30 kHz SCSs candidate numerologies is achieved in the time
domain, as shown in Fig. 2. The average distances between
the consecutive highest peaks are 4096 and 2048 samples,
which correspond to the IFFT/FFT sizes of the aforementioned
candidate numerologies, respectively.
Algorithm 2 is also simulated for the first scenario without
taking channel distortion and noise into consideration, as
shown in Fig. 3. It shows that the subband locations of the
candidate numerologies can be easily identified and differen-
tiate from each other. For example, the calculated Vl values in
Fig. 3b for the used band are 5.0733 and 0.0051, respectively.
Therefore, it is straightforward to say that the subband location
of the 30 kHz candidate numerology is the one with the lowest
Vl value (i.e. the second used band with Vl = 0.0051).
The performance of the proposed method is compared with
the existing literature [8] in AWGN and multipath Rayleigh
channel. It should be noted that the success rates for identi-
fying the numerology type and location are evaluated in the
proposed method. However, the identification accuracy of the
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Fig. 3. Amplitude variations plots in Algorithm 2 for the 15 kHz and 30 kHz
numerologies without considering noise and channel effects.
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Fig. 5. The average BER performance of the proposed method and the
conventional multi-numerology OFDM, compared to the theoretical BER
results of the conventional OFDM under AWGN and Rayleigh fading channel.
work in [8] is measured only for the numerology type. Fig.
4 shows that the proposed algorithms provide robust accuracy
results for a wide range of SNR values. More specifically, the
proposed method and [8] ensure a success rate of 100% for the
considered scenarios at 0 dB of SNR under AWGN. Fig. 4 also
shows that the types and locations of candidate numerologies
can be detected with robust accuracy in multipath conditions.
The BER performance of the proposed method is compared
with the conventional multi-numerology OFDM system. It
5should be noted that the first scenario is considered in the
BER performance evaluation for the proposed method since
it has worse success rate compared to the second one. As a
benchmark, we also include the theoretical BER performances
of the conventional OFDM. Fig. 5 shows that the proposed
method is slightly worse than the theoretical BER result of
the conventional OFDM under AWGN environment. Also, a
slight BER difference between conventional OFDM and the
conventional multi-numerology system can be observed due
to inserting sufficient guard bands to eliminate the effects of
inter-numerology interference (INI), especially at high SNR
values. This interference can be also decreased by other
approaches [13], but this is out of the scope of this work.
The additional blind operations performed in the proposed
method introduce indispensable bits in errors. Thus, there
is approximately 3 dB loss in BER performance of the
proposed method compared to that of the conventional multi-
numerology system.
The computational complexity of the proposed identification
algorithms is evaluated per detected numerology. The auto-
correlation method adopted in Algorithm 1 involves NCP,k
multiplications and additions for a limited number of lags.
Algorithm 1 also includes finding the highest peaks in all
possible OFDM symbols of the candidate numerology, in
which their complexity orders depend on N . The third step in
algorithm 1 needs N/Nk additions. The number of candidate
numerologies determines the complexity of the fourth step in
Algorithm 1. Step 5 to step 9 in Algorithm 1 require constant
time complexity. The FFT, variation coefficients calculations,
minimum, and conditional operations are performed in Al-
gorithm 2. The complexity order of FFT is O(Nk log2 Nk)
[14], and AMk additions/subtractions are needed to find the
variation coefficients for the whole used band. Minimum and
conditional operations have a complexity of the order O(A).
Thus, the overall complexity level of the proposed method is
linear-logarithmic.
V. CONCLUSION
A new identification method for OFDM multi-numerology
is proposed based on the characteristics of multi-numerology
signals in time and frequency domains. The success rates for
numerology and subband location identification are very high
over AWGN and frequency selective channels, respectively. By
using the proposed method, the numerology and the subband
location can be detected without prior information, but with a
slight BER performance loss. As future work, further accuracy
improvements will be investigated, especially for frequency-
selective channels and asynchronous transmission.
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