Description

Workpackage objectives
This deliverable reports on the activity of the MyThS project related to Workpackage 1: Core Models. This workpackage's objective is to analyse existing models, extend them to the MyThS purpose, and to devise new models of information flow based on causal information and related type systems.
Detailed description
The deliverable surveys the literature on high-level name-passing process calculi, and their extensions with cryptographic primitives. The survey is by no means exhaustive, for essentially two reasons. First, in trying to provide a coherent presentation of different ideas and techniques, one inevitably ends up leaving out the approaches that do not fit the intended roadmap. Secondly, the literature on the subject has been growing at very high rate over the years. As a consequence, we decided to concentrate on few papers that introduce the main ideas, in the hope that discussing them in some detail will provide sufficient insight for further reading.
We start with a brief review of a polyadic version of Milner's π-calculus. Then we outline the foundational work by Pierce and Sangiorgi on typing systems for the π-calculus. We proceed with the Join Calculus, and with a discussion on its type systems. The rest of the deliverable covers security specific extensions of name-passing calculi. We start with a review of an extension of the π-calculus with a new construct for group creation, and study the impact of the new primitive in enforcing secrecy. Then we discuss the security π-calculus, a typed version of the asynchronous π-calculus, which applies type based techniques provide security resource access control and information flow security guarantees. Next we a brief outline of a value passing extension of CCS, known as CryptoSPA, with cryptographic primitives. Finally, we discuss the spi-calculus, and its typing system(s) for secrecy. The discussion on each topic includes pointers to further important work in the literature.
