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Abstract
Individual privacy is often viewed as something that is under threat. The proliferation of
computers, networks, electronic information services and digital data has increased concern
about privacy. This is the view portrayed in international literature, particularly from the
United States. But how concerned are New Zealanders about privacy? This study examines
New Zealanders’ privacy attitudes related to the use of technologies.
Using Alan Westin’s privacy index to measure the level of concern about privacy, this study
found that the level of concern amongst New Zealanders was low compared to that of the
United States and UK. The large majority of respondents were neither concerned nor
unconcerned about privacy but were pragmatic about the privacy issues associated with the
use of technology. This study showed that while privacy is a consideration in the use of
technologies, it was clear that many respondents valued the convenience and benefits of
technology more than privacy when presented with these choices in specific contexts.
Keywords: Privacy, Technology, Measurement, Trade-offs, New Zealand
Introduction
Privacy is doomed… get used to it. (The Economist, 1999)
Whether justified in philosophical, political or utilitarian terms, privacy is almost always seen
as a claim or right of individuals. This right to privacy is also viewed as being constantly
under threat. The proliferation of computers, networks, electronic information services and
digital data has increased concern about privacy to the extent that, according to The
Economist, it is doomed. This theme has been represented in and arguably reinforced by a
large corpus of literature and even popular media with films like Gattacca and Minority
Report. Smith (as cited in Bennett & Raab, 2003) maintained that a steady flow of stories
about the intrusive nature of modern technology, about the abuse and misuse of personal data,
and about the size and interconnectedness of contemporary information systems, has had a
steady impact on public and political consciousness.
This view that privacy is being eroded, dying, vanishing, is widely portrayed in international
literature, particularly from the United States. Privacy is, however, a highly subjective and
contextual subject, and therefore, one of the main areas for investigation in this paper is: how
concerned are New Zealanders about privacy? Is privacy as big an issue in the New Zealand
context, as it appears to be overseas? This study also examines the balance between New
Zealanders’ privacy concerns in relation to the benefits offered by technology.
Literature Review
The Concept of Privacy
What is privacy? The concept and meaning of privacy has long been debated by
philosophers, social scientists, academic lawyers and other scholars. All definitions, to some
extent, are based on assumptions about individualism and about the distinction between the
realms of civil society and the state. However, many gloss over essential cultural, class-
related and gender differences. Literature on privacy tends to give readers an overwhelming
sense that privacy is a deeply contested concept, which often varies according to context and
environment (Bennett & Grant, 1999).
In a seminal law review article Samuel Warren and Louis Brandeis (1890) defined privacy
simply as “the right to be let alone” – to go about life free from unreasonable interference by
external forces.
Dr Alan Westin, a leading academic (whose book Privacy and Freedom has shaped virtually
all current thinking about privacy as a public issue), reinforced the importance of privacy for
liberal democratic societies (in contrast to totalitarian regimes) as:
“A balance that ensures strong citadels of individual and group privacy and limits
both disclosure and surveillance is a prerequisite for liberal democratic societies. The
democratic society relies on publicity as a control over government, and on privacy as
a shield for group and individual life.” (Westin, 1967, p24)
The discourse on privacy as a policy issue has largely focused on information privacy and it
is this facet of privacy that this study focuses on. In this sense, privacy can be defined as “the
claim of individuals, groups or institutions to determine for themselves when, how and to
what extent information about them is communicated to others.” (Westin, 1967, p7)
The Privacy Balance Paradigm
While privacy is a necessary element of the quality of life in modern society, protecting
privacy also imposes real costs on individuals and institutions. It can facilitate the
dissemination of false information by making discovery of that falsity more difficult or
impossible, for example, when a job applicant lies about his previous employment. Or it may
protect the withholding of relevant information, as, for example, when an airline pilot fails to
disclose a medical condition that might affect job performance. Privacy interferes with the
collection, organisation and storage of information on which organisations can draw to make
rapid, informed decisions, such as whether to grant credit or welfare assistance. As these
examples suggest, the cost of privacy may be high (Cate, 1997).
Privacy values are therefore constantly in tension with other values. Privacy is not an
absolute. It is contextual and subjective. It is neither inherently beneficial nor harmful, but
involves a complex aggregation of positive and negative attributes. Moreover one
individual’s privacy interests may conflict with another’s or with the interests of society, or
even with some of that individual’s own interests. What is needed is a balance, of which
privacy is a part. Determining what that part is in any specific context requires a careful
evaluation of subjective, variable and competing interests such as cost, convenience, and
quality and variety of services (Cate, 1997).
Privacy protection in law and practice also involves a balance between competing values in
order to achieve a result that safeguards individual privacy while accommodating other
important social, political and economic ends (Raab, 1999). This doctrine of ‘balance’
constitutes the prevailing model for privacy protection and was largely shaped by Westin in
his work Privacy and Freedom (1967).
The Privacy Issue – the Impact of Information Technologies
Since the invention of written communication technological forces have long been thought to
threaten privacy. In more recent times the telegraph, telephone and camera have each in turn,
been viewed as highly invasive of personal privacy.
The current concern about privacy emerged in the 1960s with the advent of the large
mainframe computer and grew with the rapid spread of information and communication
technologies into every facet of life. Exponential increases in computing power, and
dramatic decreases in the physical size of computers and other communication devices,
along with the development of the Internet has led to more and more data, at lower cost being
collected, accessed, manipulated and stored, even from disparate, geographically distant,
locations.
Measuring Privacy Concerns
The subject of privacy has many facets, is very complex, and is a highly subjective and
contextual issue. As a result, privacy research faces many challenges in addition to those
already encountered generally in surveys and research.
To what extent is the public anxious about privacy? Bennett and Grant (1999) questioned the
view that privacy was being eroded, vanishing or diminishing. They contend that “We
simply do not know whether we would have enjoyed higher ‘levels’ of privacy in the past”
(p27). They ask how does one calibrate a ‘level’ of privacy or privacy concern, and who are
‘we’.
Since the late 1970s Dr. Alan Westin, has conducted over 30 privacy surveys in the United
States. He has created a privacy index (described under “3. Research Methodology”) to
summarise the results of the surveys and show trends in privacy concern (Kumaraguru &
Cranor, 2005). Westin’s privacy index has been used in other studies to both segment their
results and as a benchmark with which they can compare their own survey results (Acquisti
& Grossklags, 2004; Joinson, Paine and Reips, 2005). However, Kumaraguru and Cranor
(2005) also warn that although Westin’s research is of use to privacy researchers, his surveys
were usually conducted in the context of studies commissioned by corporations that intended
to use the results as part of their efforts to influence the public policy process.
Many surveys on privacy issues only ask questions about “how concerned” individuals are
about privacy. “Concerned” is a ‘loaded’ word and results can be misleading as to the
strength of consumers’ interest in privacy. As one would expect survey results typically
show respondents reporting they are concerned or very concerned about privacy, or with
particular uses of personal information. But this does not reveal how consumers feel about
privacy in comparison to other concerns or desires.
A full picture of the trade-offs between privacy and other consumer desires is rarely offered
in surveys (Harper & Singleton, 2001). Polls and surveys cannot effectively replicate the
choices that individuals make in the real world, where they must choose among competing
desires. While privacy may be a concern for consumers, it is also clear that they value the
previously unavailable conveniences that technology provides. Most people have found their
lives improved in small ways by technological innovation – from automated teller machines
to the Internet, which is being used for everything from paying bills to researching holidays.
The question is, at what point do privacy concerns outweigh the convenience of technology?
(Mass Insight Corporation, 2000)
Privacy studies/surveys in New Zealand
There has been little research into privacy concerns in New Zealand. From the limited
number of studies that have been carried out it appears that the level of concern about privacy
is not high. Many of the concerns that were raised related to the Internet. In spite of these
concerns many people continued to use the Internet because of its convenience.
The Office of the Privacy Commissioner (2006) conducted a telephone survey of 750 New
Zealanders, the results showed that:
• Individual privacy rated 6th (7th in 2001) on the level of concern out of nine major policy
issues tested. 56 percent (47 percent in 2001) of respondents declared they were
concerned or very concerned. The highest concerns (with 73-75 percent concerned) were
education, level of crime and violence and health services.
• 85 to 89 percent of respondents were concerned or very concerned about the handling of
information by New Zealand businesses, for example, “a business that you don’t know
gets hold of your personal information”.
• The highest level of concern amongst eleven privacy issues were recorded for the security
of personal details on the Internet (84 percent) ahead of for example, confidentiality of
medical records (78 percent), privacy of personal details held for credit reporting (67
percent), a compulsory ID for every New Zealander (50 percent) and data sharing
between government departments (37 percent).
A comprehensive study into privacy in New Zealand was undertaken by Reilly and Cullen
(2006) who carried out qualitative research using focus groups. The purpose of this study
was to investigate the relationship between privacy and trust, with an emphasis on how
citizens’ concerns about, and experiences involving, information privacy are related to the
level of trust they have in government organisations.
The main findings from the Reilly and Cullen (2006) study relevant to this study are:
• Participants’ concerns about information privacy fell within two main categories:
technology-related concerns (including the perception that there is greater potential for
damaging privacy breaches, plus worries more closely associated with the Internet), and
concerns specifically related to government organisations.
• The majority of participants felt confident that their personal information would be
handled properly and be adequately protected by government and private business.
• Although nearly all participants reported having low levels of confidence in the privacy
and security of the Internet, many continue to use online services (online banking, e-
commerce and online auctions). Convenience was the most commonly cited benefit of
using online services.
Research Methodology
The main objective of this study was to examine and measure the extent of the public’s
privacy concerns, attitudes and behaviour. The research involved measuring the frequency
and/or levels of characteristics or variables, and confirming or validating expected
correlations between those characteristics. Therefore, the most appropriate methodology for
measuring variables and establishing correlations was descriptive quantitative research.
The data for the research was gathered through a questionnaire survey. Questionnaires were
distributed to 134 people and 117 responses were returned (all usable). Some statistics,
however, were based on less than 117 because of missing figures or ‘don’t know’ responses.
Percentages were based on the valid sample for the question.
Sample
The time and resource constraints of the research required the use of convenience groups. In
order to get as wide a cross section of the public as possible, the sample was drawn from
different sources. The questionnaire was distributed to 3 convenience groups known to the
researcher and the research project supervisor:
• The author’s workplace – a government agency;
• The quiz patrons of a suburban bar; and
• Students of the supervisor’s 2 postgraduate classes.
The use of a convenience sample means there are inherent biases. The respondents are: all
from Wellington; around 40 percent are in policy advisory positions - they and the university
students are tertiary educated with most having postgraduate qualifications; and the quiz
patrons could be expected to be ‘well read’ and knowledgeable.
While the sample would be considered to be better educated than the general population of
New Zealand, as Acquisti and Grossklags (2005) also noted with surprise from their research
with a highly educated sample, that being ‘educated’ did not necessarily translate into
informed, rational and consistent privacy-related attitudes and behaviour.
Analysis of the Privacy Commission’s 2006 survey results by occupation and area type (e.g.
provincial, Auckland) showed that the relevant categories - professional, managerial and
technicians and Wellington respondents – did show different levels of concern than the total
sample. However, there was not sufficient data to extrapolate results to the convenience
sample.
Including another group with different characteristics in the convenience sample would have
enhanced the value of this study but these results nevertheless provide some indication of
New Zealanders’ level of privacy concern.
Questionnaire Design
In designing the questionnaire there were three main considerations:
• Having some method of determining how concerned New Zealanders are about privacy
but without asking respondents loaded questions such as how concerned they are about
particular issues;
• Being able to compare this research with studies from other countries to place the results
in context. Comparisons of the results from this research, and approaches to privacy
protection and other factors in New Zealand with that of other countries may provide
possible reasons for the results of this study;
• A means of finding out how respondents view the balance or trade-off between the
benefits of a technology and any privacy issues associated with its use.
Measuring the level of privacy concern:
In order to compare the results of this study with that of another country, the same questions
must be asked. Despite Westin’s segmentation/index originally being used in the context of
commissioned research to influence policy making, his method was used in this study to
provide a useful starting point from which to determine how concerned New Zealanders are
about privacy.
In his surveys from 1995 to 2003 Westin based the privacy index on agreement or
disagreement with the following statements:
• Consumers have lost all control over how personal information is collected and used by
companies.
• Most businesses handle the personal information they collect about consumers in a proper
and confidential way.
• Existing laws and organisational practices provide a reasonable level of protection for
consumer privacy today.
Westin then classified the public into three categories:
• Privacy Fundamentalists - those respondents who agreed with the first statement and
disagreed with the second and third statements.
• Privacy Unconcerned - those disagreed with the first statement and agreed with the
second and third statements
• Privacy Pragmatists - all other respondents.
The trade-off between benefits and privacy:
In purchasing or using a technology or service there are competing desires, for example,
convenience or safety against privacy or cost. To provide a means of replicating some of the
choices individuals make in the real world, respondents were asked to consider scenarios of
the use of technologies (see Table 2) and indicate explicitly where they sat on the balancing
scale between a specified benefit at one end and privacy at the other. The question asked was
thus:
“Weighing up the benefits to you or society and the potential impact on privacy,
dignity or security of personal information, where do you see yourself on the scale
between the benefit at one end and your concern about privacy at the other, in
deciding if that use is worthwhile or justified.”
Respondents were then asked to indicate their position on a Likert scale of 1 to 5 where 1
would mean that the benefit of the technology was so great that it outweighed any concerns
about privacy and 5 would mean vice versa. Analysis of the mean and frequencies of the
scores would indicate the sample’s overall preference or concern for privacy in that context.
As Harper and Singleton (2001) noted, privacy surveys rarely offer insights into the trade-
offs between privacy and other consumer desires. This research attempts to gain insights
into the relative importance of those competing desires.
Findings
How concerned are New Zealanders about privacy?
Using Westin’s categorisation of people’s concern about privacy, Table 1 shows the results of
this study against the results of some of Westin’s surveys (Kumaraguru & Cranor, 2005) in
the United States and the Joinson, Paine, Buchanan and Reips (2005) study in the UK.










Privacy Fundamentalist 3.4 25 - 34 26 32.5
Privacy Unconcerned 6.0 8 - 20 10 11.6
Privacy Pragmatists 90.6 55 - 64 64 55.9
Fundamentalists (or the privacy concerned) in New Zealand only accounted for a very low
percentage compared to both the United States and UK.
The trade-off between the benefits of technology and privacy
Table 2 summarises the results of the part of the survey where respondents were asked to
make trade offs between the benefits of technology and privacy for a number of scenarios.
The results show that respondents generally valued the benefits cited for the scenarios more
than privacy.
The percentage of respondents who chose privacy over benefits in the various scenarios
ranged from 5 to 35 percent. Least concern about privacy was evident in technologies or
services that provided benefits directly relevant to respondents, such as the mobile phone,
loyalty card and sharing of medical records amongst all health providers. Internet banking,
however, did not fit
Table 2:Trade-off between benefits and privacy
Preference for






(4 + 5) %
1. Mobile phones provide anywhere, anytime
communication but users’ movements may be tracked
or traced via data collected by the relay stations
80.0 14.8 5.2
2. Text messaging is a convenient form of
communication but messages may be retained by mobile
service providers and used by police as evidence for
crime detection
77.4 16.5 6.0
3. Government departments share information so that
they can detect benefit fraud and abuse
68.1 17.2 14.6
4. A unique ID number, electronic storage and sharing
of medical records amongst all health providers will
assist in speedier and more effective treatment for
patients
61.2 24.1 14.7
5. Government agencies issuing required occupational
licenses – such as for teachers, private guards or nursing
home workers – could check applicant’s biometrics (e.g.
fingerprint or iris scan) against a database of criminal
offenders not eligible to be licensed
55.6 28.6 16.2
6. Loyalty schemes reward members with discounts or
spending points but may analyse members’ spending
habits to tailor special offers to preferences
53.9 29.6 16.5
7. Police may profile people who have a criminal history
and ‘at risk’, characteristics to identify those who may
pose a danger to society
58.6 20.7 20.7
8. A convenient, automated system of paying road tolls
could entail cars having an electronic device which
would trigger readers but the device could also be used
to track cars or read its speed
47.9 28.2 25.0
9. Internet Banking is convenient and saves time but
accounts and personal information may be
compromised via phishing scams, viruses and spyware
56.1 17.5 26.3
10. Police could use facial recognition technology to scan
the features of people attending major sports events or
public ceremonies, looking for fugitives for serious
crimes whose facial formulas they had in their system
47.0 22.2 30.8
11. A national ID system could assist the government to
deliver its services to the public efficiently, effectively
and to the right people but will mean that all
information held by government will be linked and can
be shared
36.8 29.1 34.2
12. Electronic bracelets on young children could allow
them to be tracked and help keep them safe
25.6 26.5 47.9
this generalisation. As the Privacy Commission and Reilly and Cullen studies and this
research found, privacy and security of the Internet was a major concern.
The uses of technology which attracted the most concern were databases which provided
benefits to society in general, for example, crime prevention or efficient delivery of
government services, but did not provide specific benefits to the individual. The public are
generally not well-informed about databases and data matching and the safeguards against
their misuse and therefore may be more concerned because of incomplete information.
Segmentation of the sample
As shown in Table 1, Westin’s so-called Fundamentalists made up only 3.4 percent of
respondents (4 cases). Analysis of 4 cases to determine this category’s characteristics would
not be meaningful. Therefore, an alternative set of questions was used to segment the total
sample and to produce a Fundamentalists category – hereon in called Privacy Concerned in
this study - which had a reasonable number of cases to analyse. It was decided that the
segmentation would be based on the trade-off scenarios in Table 2 with the 3 highest
preferences for privacy. Thus respondents who scored scenarios 10, 11 and 12 with scores of
4 or 5 were classified as Privacy Concerned.











Loyalty card 6.8 47.0 17.9 13.7 14.5
Credit card 21.4 47.0 17.9 6.8 6.8
Internet banking 12.1 42.2 19.8 6.9 19.0
Internet purchasing 0 2.6 34.8 50.4 12.2
Surf internet 69.0 18.1 6 3.4 3.4
Mobile phone 76.1 17.1 0.9 2.6 3.4
Email 97.4 1.7 0 0 0.9
When examining other groups within the sample such as the respondents who did not or
rarely use the Internet for either banking or purchases or the respondents who did not or
rarely use either credit or loyalty cards (see Table 3), it was found that there was very little
overlap of respondents between these groups, the Privacy Concerned or Privacy
Unconcerned. It was therefore decided to segment the sample into the following groups to
facilitate a richer analysis:
• Privacy concerned (n = 13) - are the respondents who answered 4 or 5 (the privacy
concerns outweighed the benefits) for scenarios 10, 11 &12 in Table 2;
• Non e-Commerce Users (n = 18) – are the respondents who answered few or none for
Internet Banking or Purchasing goods or services on the Internet in Table 3;
• Non Card Users (n = 9) – are the respondents who answered few or none for Loyalty
Card or Credit Card in Table 3;
• Privacy unconcerned – are the respondents who answered 1 or 2 (the benefits of the
particular technology use outweighed any privacy considerations) for scenarios 10, 11
&12 in Table 2;
• Pragmatists (n = 67) – remainder
Description of Segments
The characteristics of the different segments were ascertained by examining the mean scores
of the segments for groups of related questionnaire statements using ANOVA.
ANOVA was used because the analysis involves a bivariate test of one 3+ categorical
variable and one metric variable.
4 characteristics represented by appropriate statements were examined:
• Importance of or concern for collection of personal information ;
• Attitude regarding the control or handling of the collection of personal information;
• Practices to protect personal information ;
• Relative importance (trade-off) of the benefits versus the privacy implications of
technology use.
Note that only the trade-off scenarios produced statistically significant results. Non-
significant results were still analysed but were only noted if a pattern amongst several related
statements was apparent. It must be emphasised here that discussion of the segments are in
comparison to other segments and not absolute descriptions, and that n was as low as 5 in
some instances.
Privacy Concerned:
This group was defined as the respondents who chose privacy over benefits for scenarios 10,
11 &12 in Table 2. Comparison of the means showed that the Privacy Concerned also had
the most tendency to choose privacy over benefits in all of the other technologies with
societal benefits. In regard to the personal technologies the Privacy Concerned rated around
the mean. Surprisingly this group were not as concerned about the collection, handling and
use of information as some other segments, nor did they undertake practices to protect their
information as much as one might expect. They were even less likely to undertake practices
to keep their information secure.
Non E-Commerce Users:
This segment did not or rarely use the Internet for banking or for purchasing goods or
services. Not surprisingly respondents in this segment had the most tendency to select
information security over convenience and they were the most reluctant to purchase goods on
the Internet. However, they did use the Internet for information searches and email. Non E-
Commerce Users also used their mobile phones daily; but strangely when presented with the
choice between specific benefits of the mobile phone and potential privacy implications they
tended to choose privacy. In regard to the societal uses of technology the Non E-Commerce
Users tended to be around the mean or more likely to select the benefits. Non E-Commerce
Users were not as likely to follow security practices as one might expect - possibly because
they did not need to!
Generally, in most statements, this segment produced mixed results around the mean. In
many respects, apart from not using the Internet for transactions, they behaved like the
Pragmatists (discussed later).
Non Card Users:
Non Card Users did not or rarely use credit or loyalty cards and were the most concerned in
almost all the statements about the collection, handling and use of information. Although
oddly, they were the least concerned regarding the ongoing collection of information through
the use of a technology. If this result is correct or representative, it may be because they have
ascertained that the service/organisation is trustworthy, have made the decision to use the
service or deal with the organisation and therefore are not so concerned about ongoing use of
the information. This segment was also the most likely to follow practices which would
minimise or safeguard the collection of information. Non Card Users used the Internet but
were not as likely to follow security practices.
The segment was, as expected, the most likely to select privacy over rewards and discounts
related to loyalty cards. In nearly all the other trade-off statements Non Card Users also had
a tendency to select privacy over benefits more than the other segments.
Pragmatists:
In most statements Pragmatists had views around the mean. In regard to the trade-off
scenarios, as the segment name suggests they tended to be pragmatic about technology use
and were either neutral or more likely to select the benefits.
Privacy Unconcerned:
By definition this segment chose benefits over privacy in the 3 selected trade-off scenarios.
They also chose benefits over privacy for all the other scenarios. The Unconcerned were
more likely to follow security practices and minimise the giving out of their information but
were less likely to read privacy statements or disable cookies.
Discussion
Most results from this study suggest that there is not a high level of concern among New
Zealanders about the privacy of their personal information (in fact the level of concern within
this Wellington convenience sample may be slightly overstating the overall concern of New
Zealanders as a whole). The Westin segmentation resulted in only 3.4 percent of respondents
being categorised as Privacy Concerned compared to 26 percent in the United States (2003)
and 32.5 percent in the UK (2005). In the trade-off scenarios the percentages of respondents
who felt that their privacy concerns outweighed the benefits of the technology in most cases
were under 35 percent. This compared with 48-51 percent who agreed with the more
‘loaded’ and non-context specific statements such as I am concerned that organisations are
collecting too much information about me and Consumers have little control over how
personal information is collected and used by companies.
The relatively low level of concern for privacy apparent in this study is supported by the
results of the Privacy Commission (2006) and Reilly and Cullen (2006) studies. In the
Privacy Commission survey 56 percent declared they were concerned about individual
privacy but this rated only 6th out of nine major issues tested. In the Reilly and Cullen
research only 17 percent of their focus group participants (n=58) did not feel confident that
that their personal information would be handled properly and be adequately protected by
government or private business (compared to 60 percent who were confident).
New Zealanders’ lower level of concern may be a reflection of (among other factors) the
country’s approach to privacy regulation. Milberg et al (1995) concluded that lower levels of
privacy concern were associated with either countries with no privacy regulation or countries
with high levels of government involvement in privacy management. New Zealand would be
considered to have a relatively high level of government involvement in privacy management
and have comprehensive privacy protection.
In contrast, in the United States where concern about privacy is relatively higher, the
regulatory approach to privacy protection involves less government management and
predominantly relies on sectoral and self regulation. This reliance on sectoral and self-
regulation has been criticised for its capture by commercial interests, resulting in inadequate
protection and accountability (EPIC, nd). Such inadequate protection is likely to lead to
concern and as Milberg et al suggested, higher levels of privacy concern appear to be
associated with lower government involvement in privacy management.
The Privacy Concerned, Non Card Users and Non E-Commerce Users segments appeared to
be concerned about distinct aspects of privacy. The Non E-Commerce Users were concerned
about privacy and security of communications and transactions, choosing information
security and privacy over the benefits of Internet banking and the mobile phone. The Privacy
Concerned and Non Card Users were both concerned about information privacy but
apparently for different reasons. Non Card Users were concerned about, perhaps even
distrustful of, organisations’ collection, handling and use of personal information and took
steps to minimise or avoid the giving out of personal information where possible. Privacy
Concerned, however, were not so concerned about the collection of information per se but
about government’s use of the information for the public good, and possibly overruling the
rights of individuals in doing so. With this interpretation, the Privacy Concerned could be
described as what are generally known as civil libertarians.
The relatively small numbers in each group and the lack of significant correlations even in
the segments which would be expected to be more homogeneous, indicate a wide variation in
responses. This suggests that what privacy means and the value that people place on privacy
is subjective and contextual.
This research question attempted to provide more insight into the trade-off between privacy
and competing consumer desires. The approach of this question may also provide a more
reliable picture of the level of concern about privacy as it places the issue in specific contexts.
Individuals were able to assess in relation to their own situation, previous experience and
motivations, how important or how concerned they are about privacy in that context. Privacy
is already a vague and subjective term, and asking people’s concern about it without placing
it in context can make for results that are open to different interpretations.
While the research in this study into the trade-offs between privacy concerns and the benefits
of technology was limited, it nevertheless showed that the trade-off point will vary according
to context. The research has also shown that there is likely to be less concern about privacy
in relation to technology uses where there are direct personal benefits and/or where people
are informed about privacy issues.
Conclusion
Much of the literature overseas, particularly from the United States portrays privacy as a
claim or right that is under threat. One of the main objectives of this research was to
determine the level of concern about privacy in New Zealand. Using Westin’s segmentation,
the level of concern amongst New Zealanders is low compared to the United States and the
UK. But that perhaps is irrelevant – the argument about the level of concern about privacy
depends on the starting-point in the New Zealand context. But do we know what ‘levels’ of
privacy we had in the past or what is an ‘acceptable’ level of concern. And, as Bennett and
Raab (2003) asked, how does one calibrate the ‘level’ of privacy we have – what measure
should be used?
This study found that the majority of respondents were neither concerned nor unconcerned
about privacy but were pragmatic about the privacy issues associated with the use of
technology. While privacy is a consideration in the use of technologies, it was clear that
many respondents valued the convenience and benefits of technology more than privacy
when presented with these choices in specific contexts.
This study also found that individuals have differing privacy concerns and because privacy is
a personal concept, they did not all have the same motivations to act or use the same
strategies to address these concerns. Some respondents were more concerned about
information security on the Internet while others were concerned about the power of
government to use their information for the common good versus the rights of individuals to
privacy. And yet others were concerned about the ongoing collection and use of their
information for purposes such as targeted marketing.
It might be argued that New Zealand’s comprehensive approach to privacy protection has
served the interests of individuals and society well, as evidenced by the relatively low levels
of concern about privacy. However, there is a danger that this low concern plus New
Zealanders’ characteristic laid-back and trusting nature may lead to complacency. Therefore,
while the fatalism of some of the literature on privacy may be questionable, there remains a
need for discourse on the subject in order that individuals and policy makers - with informed
debate – can counter any new incursions into privacy, if they so wish.
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