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Introduction
The explosive growth of the Internet over the past
several years has begun to create a new and confusing set of
unanswered legal issues in the intellectual property area of
the law- for one, a growing major conflict between traditional
company trade names and business trademarks and the
alpha-numeric addresses for specific computers reachable on
the Internet, called "Domain Names." The outcome of these
conflicts and the direction of the law is not yet certain, as a
whole new area of cyber-law is developing.
Domain names like "microsoft.com" are used to
communicate from one system to the other on the Internet.
These domain names can be confusingly similar to existing
trademarks, yet the domain name may be owned and used by
someone other than the actual trademark or trade name
owner. These domain name conflicts have already become a
significant legal issue in the United States and are starting to
be a similar problem in other nations, especially in the
European Community.
These disputes can easily turn into costly litigation
and/or expensive negotiations over transferring the name
from one owner to another or between owners of existing
domain names and similar trademarks. Should your business
clients become involved in such disputes, the outcome of
these issues could have an adverse effect on the existing and
potential trademarks owned or used by your client and its
subsidiaries. Management of businesses need to be made
aware of the situation and urged to direct their staff to be
certain that all the valuable marks owned and used by the
business are, in fact, reviewed and, if necessary, registered
with the various domestic and international trademark
offices. It is especially important to do so in the United States,
since the U.S.-based Network Solutions, Inc. ("NSI") is the
primary registrar of commercial domain names, like ".com".
The marks involved may be company names, well-known
business abbreviations, or product names. All businesses
and their international subsidiaries and affiliates need to be
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certain that they have considered registration, as an Internet
domain name, of any company name, mark or product name
that might be useful in a marketing environment. This should
be considered for every country where the business has
significant operations, and all business affiliates should be
made fully aware of the potential for similar problems in their
sphere of operations, both inside and outside the U.S.
The rapid changes in world computer communications
and growth of telemarketing on the Internet make these steps
critically important. The effort to review the current status of
trademarks and domain names should not just be a one-time
thing, since the situation seems to change almost every few
months, and certainly yearly. Domain names will no doubt
grow in commercial value each year as the Internet grows.
While there are a number of pending changes in the domain
name assignment procedures, it seems unlikely that the
proposals (currently being argued in the government and the
private sectors) will resolve anything, and in fact, the
proposals will probably lead to more litigation.
The material which follows provides the background
necessary to appreciate the rapid and complex changes that
are occurring in international computer communications on
the Internet and in international marketing on the World
Wide Web portion of the Internet. It is followed by some
specific issues and a discussion of some of the unresolved
issues just beginning to appear in the courts.
I
Definitions and Technical Background:
How The Internet System Works
The "Internet" is an informal, worldwide network of
networked computers, linked together for the purpose of
automated communication between members of the various
computer networks. Every computer connected to the
Internet is assigned a numeric address (similar to a telephone
number, area, and country code), which the other computers
on the Internet use to route messages to that computer. This
numeric address, called an IP address, is in the form of
"123.112.101.1."
Because these long numbers are difficult for humans to
remember, the Internet authorities also permit assignment of
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comparable alphanumeric addresses to each numeric IP
address. For this reason, "microsoft.com" is reachable at
131.107.1.7, its comparable IP address or number. These
alphanumeric addresses are usually referred to as "Domain
Names." A domain name is often given to a group of
computers at a particular location, and the specific words or
characters used are often chosen because it is a company or
product name as well, such as, "boeing.com" or "kodak.com."
In the U.S., the three letters ".com" indicate a business
user, ".net" is intended for Internet services, while ".edu"
means an educational institution, ".gov" signifies a
government agency, ".mil" is a military address, and ".org" is
usually a non-profit organization. Similar abbreviations are
often used, in the local language of each country, for like
types of users in that country. Internet users normally send
and receive communications by use of the domain name,
rather than the numeric IP address, since it is easier to type
and remember than a long string of numbers. Domain names
are usually written in lower case letters, like "iplawyers.com"
and can only contain a limited number of other non-
alphabetic characters, such as a hyphen ( - ). These strict
rules apply world-wide. There is a pending proposal of the
International Ad Hoc Committee ("IAHC") to expand the
number of the suffix letters, called "top level domains," which
would add six or seven new endings, such as .firm, .store,
.goods, .pers, etc. This is supposed to fix some of the present
arguments between domain name holders and the trademark
owners, but it seems unlikely it will accomplish much, since
the industry disagrees over the proposed methods and
procedures to be used. The U.S. Department of Commerce
issued, on January 31, 1998, a "green paper" on the subject
of domain name and trademark management issues which
disagrees in part with the [AHC proposal, so it is not clear
what will actually happen in the near future. Since then,
many international meetings have taken place with virtually
no agreement on any of these issues, except that the
governance will have to be international and not just the U.S.
government acting unilaterally.
Each domain name must be unique, just as each
numeric IP address is also unique, because the Internet
computers must be able to look up, in a table maintained on
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line, the IP address for a specific domain name whenever the
sender of a message uses only the domain name. There are
presently nearly 1,500,000 domain names registered in the
U.S. alone, and the number is growing at the rate of 70,000
per month. Outside the U.S. there are a number of other
agencies that register domain names and IP addresses in
other countries. Non-U.S. domain names usually end in an
abbreviation for the country of the registrant, like ".uk" for
the United Kingdom or ".de" for Germany. There is no
requirement, however, that non-U.S. registrants apply to
their own country for a domain name, so many foreign
businesses and professionals have registered domain names
in the U.S., especially in the .com top level domain which is
for commercial enterprises.
So-called e-mail or message communication over the
Internet occurs when the sender addresses a message to
"billg@microsoft.com" and then tells the computer to send it
(mail it). Computers that are part of the Internet accept the
message directed to the specific user (addressee) and his
domain name, and then look up the domain name to find out
the specific IP address to which to send it. Domain names in
this context are always preceded by the @ sign. When the
computer at the microsoft.com domain receives the e-mail, it
then looks up the specific addressee, "billg" and delivers his
mail to him, based on local look-up tables on the computer.
In the early days of the Internet, domain names were not
particularly important commercially because few commercial
enterprises had domain names and the Internet's World Wide
Web ("WWW") concept had not yet been developed. The initial
domain names were mostly assigned to universities and
government agencies, like "mit.edu" or "whitehouse.gov". The
World Wide Web is a recently developed method (also called a
"protocol") for Internet communication which is based on
graphically oriented software that allows the user to point
and click to obtain a display of desired information, so that
the user does not have to be intimately involved in the
detailed process of setting up communication with other
computers on the Internet that have the desired information.
The WWW user can merely type in the domain name,
usually preceded by the letters "vww", as in
"www.iplawyers.com", where the information sought is
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located. The user's computer automatically sends out the
necessary messages requesting information from the other
computer. The addressed domain finds the source computer
and the requested information and sends it back to the
requesting computer, where the returned information is
displayed in graphic form on the initiator's computer screen.
Because these addresses are the source of information, the
"www.iplawyers.com" address is sometimes called a uniform
resource locator ("URL") in computer speak.
II
Commercial Marketing Issues On The Internet
Almost overnight the concept of the WWW created a
marketing method of great interest to commercial businesses
who could now set up a so-called "website" which anyone
with access to the Internet could reach, at little or no cost, 24
hours a day. A website is a specific location and computer at
a domain where discrete information is available to people on
the Internet. The WWW is a total paradigm shift in marketing
and communications services, and a once-in-a-century
chance to reach millions of people around the world at very
low cost and with no intermediaries controlling access to the
market. Anyone with a computer, the appropriate software,
and a connection to the Internet can use the World Wide
Web, either to post information or to look for and retrieve it,
without interference or intervention from traditional
publishers or other media.
As a result of this, large and small businesses and
individuals started applying to the Internet authorities to
register their own unique domain names, which addresses
were intended to provide quick identification with well-known
businesses, so they could be addressed on the Internet by a
simple "www.ibm.com," for example. (The "www" here stands
for a website at this address, which the receiving computer
understands, so it automatically connects the user to the
appropriate website.) The address is usually preceded by
"http://" which indicates to the computer connected to the
Internet that the documents or information requested are in a
unique "hypertext" format used in the WWW process of the
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Internet. Thus, the complete IBM site address would be
"http: //www.ibm.com".
III
An Added Value Of Domain Names
Domain names have a significant technical and business
value to their owners, akin to having a "portable" telephone
number which follows the owner wherever he or she may be.
This is because the domain name will always belong to the
owner, even though the owner may, over time, elect to move
the site of his computer that serves the domain to a different
computer system on the Internet. The new computer (called a
"host" or "server") will have to have a different IP number
assigned to it.
Using the Domain Name Server ("DNS") system of the
Internet, for example, the domain name can always be
remapped to a different IP address, such as changing from
167.225.211.1 to 212.123.67.1, if a different Internet
Provider ("ISP") is used. Otherwise, people attempting to
correspond by e-mail with the domain owner would have to
be notified of every change of IP address that occurs. Instead,
this is dealt with automatically when the systems
administrator for the host notifies the DNS servers, that
contain the IP number for the domain, of this change.
This is why a domain name is often called a uniform
resource locator. It is truly universal since anyone in the
world can locate it, regardless of where or in what country the
server that hosts it is located at any given time. Given this
portability, it is understandable that domain name owners
are reluctant to give up a personally selected and assigned
domain name, and the valuable good will associated with it,
in a dispute with someone else who would like to use it or
claims it infringes a trademark. Giving up a domain name
means having to notify the world, and known correspondents
in particular, of a change of Internet address, which can
cause the massive loss of customer inquiries and business,
as well as considerable inconvenience to everyone involved.
We have seen instances in which traffic on a website dropped
by 75% within a few days of such a forced change.
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These two valuable aspects of domain names have
created a booming business in the creation of websites and
the use of unique domain names for marketing purposes. It
has also resulted in an auction market for the sale of existing
registered domain names, which are now bought and sold on
the Internet. Since a specific domain name, like
"mcdonalds.com," can only be held by one person or entity,
this intense interest in having a specific domain name has
also created legal disputes between the holder and trademark
owners over who is entitled to use the domain name.
Registration of domain names was originally handled by
Internet authorities on a first-come, first-served basis.
Because there are many businesses with the same short, or
common, name, like "General" electric, telephone, atomics,
etc., this has created an inevitable conflict. When a large
business that has no domain name or Internet presence
decides to register its name, it often finds that someone else
has already registered it for their business. This sets the
stage for a claim to trademark infringement or trademark
dilution by the large company against the domain name
holder who is often a small entity that registered the name in
good faith, but without a trademark search or other legal
advice.
These disputes over the fact that only one person or one
entity can own a specific domain name are similar to the
situation where only one person can have the personalized
license plate "LAWYER." However, license plates are issued
for each state, province, or perhaps country, while a specific
delimited domain name is only available once for the whole
world. No one else in the world can use the same
"lawyer.com" domain name, no matter how many people or
businesses want this domain name, and no matter how many
valid registered trademarks there are for a specific word. In
most of the pending U.S. lawsuits, there exist several
different businesses that own a U.S. registered trademark
based on the same letters, words, or design, and probably
numerous other similar foreign trademarks also are in use
around the world. In one case the author handled, there were
267 registered U.S. marks for the same word or combinations
including the word in dispute - "bass."
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IV
Domain Name Hijacking
Unfortunately, during the past four years, as the WWW
concept has become commercially important, some
unprincipled parties have realized that, because of the first-
come, first-served policy of the Internet authorities, they
could intentionally register domain names that were the same
as, and could clearly be confused with, valuable worldwide
trademarks like "mcdonalds.com." Once a well-known name
is registered with the Internet authorities, the registered
domain name owner can demand payment of large sums to
sell and transfer the domain name to the owner of the famous
trademark, demands which are, in a few cases, bordering on
extortion.
The courts have been quick to see through these scams.
Thus, there are now more than thirty situations where this
has resulted in settlements or judgments against the party
trying to take advantage of this new opportunity to make
money. There is even a website at the Law Center at George
Washington University which lists and discusses these
cases.' Several of the Web search engines, like Yahoo and
AltaVista, also list many articles on this subject, reporting on
particular disputed cases.2
However, there are also many other situations where
the domain name disputes are not based on attempts to
hijack or take a famous name, but are simply business
conflicts over who is entitled to the name, among many
possible equal contenders. The problem is that trademark
owners can also act in bad faith by claiming ownership rights
to a particular domain name, already registered to someone
else, if the desired domain name is similar to a registered
trademark. The Davis & Schroeder law firm website includes
the full text of one such lawsuit, where the domain name
owner won against the trademark owner.3 Here, the
trademark owner (Ty, Inc., the proprietor of the popular
"Beanie Babies@") wanted an existing registered domain
name on which to maintain its Web page for its business, but
1. Its current Internet address is unknown, but formerly it was
<http://www.law.gwu.edu/Ic/internic/domain1.html>.
2. See <http://www.yahoo.com>; see also <http://www.altavista.com>.
3. See <http://www.iplawyers.com>.
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was unwilling to purchase the domain name, so it tried to
hijack it by pushing a small businessman into major
trademark litigation to defend it.4 The problem for the small
businessman is that such litigation can cost from $100,000
to $250,000, and takes considerable management time and
creates uncertainty as to the outcome for many months.
There are several major failings of the present U.S.
domain name registration system in that it does not
adequately deal with the fact that registered trademarks are
issued in 42 international classes, so that many similar
trademarks exist for the same word or acronym. Even within
a specific trademark class, there is often more than one
registered trademark owner. For example, the "United" mark
exists for United Airlines, United Van Lines, United Cleaners,
United Manufacturing, and for many other "United"
companies, none of which are deemed in conflict under the
trademark laws, if they are in different lines of business. The
question, then, is who is entitled to the single "united.com"
domain name, out of this group. The two owners of the
"Scrabble" mark litigated this, and then before any decision,
agreed to share the initial "scrabble.com" web page.5 We know
of no decisions resolving this issue, as of this date.
Next, the system fails to take into consideration that
trademarks have historically been national in nature, and
most national trademarks have no enforceability beyond the
boundaries of the country. The Internet has no boundaries,
and thus the potential exists for infinite conflicts between
owners of similar marks in different countries.
Finally, the reason we are going to see more and more
litigation over domain names is that there is no present
practical forum for resolving these disputes, while recent
legislation has given large companies with well-known
trademarks encouragement to file suit against a domain
name registrant under the 1996 Federal Anti-dilution
statute.6 This law is being used as leverage by the large
companies, regardless of the merits, since they realize the
small company user cannot afford the costly litigation
inevitable in such disputes.
4. See id.
5. See <http://www.scrabble.com>.
6. 15 U.S.C. §1125(c) (1996).
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V
The Domain Name Registration System In The U.S.
In a futile attempt to deal with this problem, the U.S.
Internet authorities, and the National Science Foundation
("NSF"), contracted with a private company, Network
Solutions, Inc. ("NSI") to serve as the focal point for
registration of domain names and to deal with such disputes.
NSI, in turn, adopted a Domain Name Dispute Policy aimed
at dealing with such issues. This Policy has already been
amended a number of times because of past litigation over
domain names. The present version, and third version, of the
NSI Policy was adopted, effective February 25, 1998, under
the heading "NSI Domain Name Dispute Policy Statement."8
The holder of the domain name "patents.com" has sought
to avoid application of this policy on the grounds that it is
being retroactively imposed on him, which has resulted in a
state and a federal case yet to be resolved. It is an interesting
dispute, since the Policy was unilaterally imposed on the
existing domain name holders as a condition to renewing
their annual right to use the domain name. We understand,
however, that this case may have been abandoned recently
since it appeared the plaintiff was losing.
To register a domain name in the U.S., the applicant or
his Internet Service Provider (the equivalent of the telephone
company for telephone service and usually called an "ISP"),
must complete and forward to Internic, by email, an
electronic form available on the Internet for this purpose.
This form specifies the desired domain name and various
other items of a technical and administrative nature,
including the current numeric IP address of the domain, and
the location of the DNS computers that serve as locators for
mail addressed to a particular domain.9
It is possible to determine if a given domain name is in
use by making a query in the Internic database.' This
database, however, only covers registrations with this
particular Internet authority. There is a second U.S. authority
7. The text of this Policy can be found on the Internet at:
<http://rs.intemic. net/domain-info/internic-domain-6.html>.
8. See id.
9. See <http://www.rs.internic.net>.
10. See <http://www.rs.internic.net/cgi-bin/whois>.
19991 INTmRNET DOMAIN NAMES
HASTINGS COMM/ENT L.J.
that has the right to register domain names, mostly for
government agencies and educational institutions, ending in
the letters ".us". This entity does not normally register
business domains, so it is not as likely to be involved in
trademark disputes.
There are similar authorities in most parts of the world,
some regional and some for a specific country. In Europe and
Asia there are both regional and national registration
authorities. Information as to the identity and Internet
address of these non-U.S. authorities can often be found
using Web search engines on the Internet for any given
country and on the rs.intemic.net web pages.
The U.S. domain name registration system is largely
automated, so that most U.S. domain names are registered
automatically by an NSI computer; the only criterion being
whether anyone else has an existing identical domain name.
Similarity in domain names is not examined by the NSI
computer, so that both "businesscient.com" and "business-
client.com" would automatically be registered by the system
computers, as though they were totally different domain
names.
Once a domain name is registered, the Internet has a
group of computer systems that provide a domain name
locator service. These facilities are called root "domain name
servers" or "DNS" for short. The DNS computers maintain
tables of correspondence between the numeric IP addresses
and the alpha-numeric domain names and translate these
addresses when requested, so that communication can occur
over the Internet via either IP addresses or domain name
addresses. It is this automated delivery process that permits
the essentially free and instant nature of the Internet for e-
mail messaging and the World Wide Web system.
VI
The Problems With The Current NSI Dispute Policy
Because this method of registration is automated, and
because many businesses want to use the same domain
name, NSI registers domain names on a first-come, first-
served basis. Furthermore, NSI does not- as any national
Patent and Trademark Office would- make any examination
of names for trademark conflicts. Nor does NSI assign domain
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names in classes by subject of business or product identified
with the domain name, and then restrict the trademark
owner's claim to that field of use. This practice has led to
many conflicts which stem, in part, from the inadequate
thought and consideration of trademark principles that NSI
gave to such issues when adopting its Policy for disputes over
domain names. NSI is still being brought into litigation over
domain names in spite of this new version of its Policy, since
it forces the existing domain name owner into litigation in
order to defend the right to keep the domain name. It is not
advisable to join NSI in the litigation, since the current policy
says it will abide by any court order involving disputants, and
they regularly do. NSI has been uniformly successful in the
last 40 of 41 cases where it was named, and appears to be
winning the one remaining case, involving a pro per plaintiff,
whose case has been denied several times.
The newest version of the NSI Policy permits the holder of
a registered trademark, in any class, from any country, to
force the owner of a duly and legally registered domain name
to produce his, her or its own trademark registration, or else
have the use of the domain name suspended by NSI. The NSI
Policy provides no opportunity for a hearing, nor any other
due process procedure to protect the property interest in the
domain name held by the earlier domain name registrant,
even if it were clear on its face that the trademark owner's
claim is unfounded, made in bad faith, and for the sole
purpose of forcing the domain name owner to give the name
to the trademark owner.
All the owner of a registered trademark has to do to
deprive the registered domain name owner of his use of the
domain name is: (1) send a demand letter to the domain
name owner, charging him or them with damaging the
interests of the trademark owner, and then, (2) file with NSI a
letter demanding suspension of the domain name, together
with a certified copy of any similar trademark. NSI makes no
determination as to whether it is genuinely confusing or not,
and ignores all considerations of trademark classes, country,
and other issues. The domain name is put suspension after
30 days unless the owner of it accedes to a forced transfer to
the claimant. It appears that this suspension is indefinite,
and that the name will not be permitted to be used by the
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owner unless he obtains a court order directing NSI to restore
the use of the name to the original registrant. As described
below, this order can only be obtained through litigation.
The unfairness of the NSI Policy is that it shifts the
entire burden onto the domain name holder, who is usually
an individual or small business who faces litigation with a
larger and wealthier opponent if the owner wants to keep or
get back his domain name. This policy, so implemented, is
arguably unconstitutional under U.S. law, since it potentially
deprives the domain name owner of his property rights
without due process of any kind. The trademark owner does
not even have to post a bond to get this relief. "
Several events in late 1997 show that the NSI policy
may be accepted by the courts. In 1997, in both Lockheed
Martin Corp. v. Network Solutions, Inc. and the Academy of
Motion Picture Arts & Sciences v. Network Solutions, Inc.,
discussed below in some detail, NSI was held not to infringe
trademarks by its Policy.' 2 It was also held that it could not
be held contributorily liable merely by virtue of registering
domain names and maintaining them in a directory. NSI has
also acknowledged to the press that it is seeking U.S.
legislation that would give NSI immunity from suit by
trademark owners. If passed by Congress, this legislation
won't allow NSI to maintain a Dispute Policy and would not
be involved in such issues. However, at time of writing,
Congress has not acted on the idea, and the government was
(as of March 1, 1998) reportedly considering other domain
name registration issues, including termination of the NSI
contract and new registrars.
In November 1996, a summary judgment ruling in the
Panavision International, L.P. v. Toeppen, et al. domain name
dispute in Southern California federal court held that NSI has
no legal responsibility to verify possible infringing domain
names being registered, at least unless it is on actual notice
of a possible problem.' 3 The trial judge dismissed the portion
11. Further details of how this Policy works are spelled out in the NSI Policy
available at the Internet address set forth in note 7.
12. See Lockheed Martin Corp. v. Network Solutions, Inc., No. CV 96-7438,
1997 U.S. Dist. LEXIS 10314 (C.D. Cal. Mar. 19, 1997); Academy of Motion
Picture Arts & Sciences v. Network Solutions, Inc., No. CV 97-6394, 1997 U.S.
LEXIS 20806 (C.D. Cal. Dec. 10, 1997).
13. See Panavision International, L.P. v. Toeppen, 945 F. Supp 1296 (C.D.
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of the case brought by Panasonic against NSI.'4 The court had
previously issued a preliminary motion against Toeppen, the
domain name holder who was accused of intentionally
infringing Panasonic's mark by registering "panasonic.com,"
and other well-known trademarks as domain names. 5 NSI
also prevailed in Avery Dennison Corp. v. Sumpton et al., infra,
in its motion for summary judgment on the same grounds.'"
This aspect of that case was not reported.
VII
The Trademark Owner's Dilemma
However, even this arbitrary system does not solve the
problem of the legitimate trademark owner either since NSI
does nothing to resolve the dispute other than suspend the
use of the domain name until the parties work it out. To
obtain a final, binding determination of who should have the
right to use the domain name, as between the domain name
registrant and the registered trademark owner, the only
definitive method is to file a trademark infringement action in
the appropriate federal district court. This is expensive, time-
consuming, and often has unpredictable results.
If the trademark owner prevails, the court will order the
transfer of the domain name by NSI to the trademark owner.
However, if there is more than one trademark owner involved,
there is no clear answer under the present trademark laws,
since these statutes did not contemplate the present domain
name versus trademark conflicts. The U.S. case law to date is
inconsistent from court to court, and the law is still
developing. 7 There have also been a number of recent domain
Cal. 1996).
14. See id.
15. See Panavision International, L.P. v. Toeppen, No. CV96-3284, 1996
U.S. Dist. Lexis 19698 (C.D. Cal. Nov. 1, 1996), affd, 141 F.3d 1316 (9th Cir.
1998) (holding that intentional registration of another's trademark as a domain
name constitutes unlawful trademark dilution); Intermatic, Inc. v. Toeppen, No.
96 C 1982, 1996 U.S. Dist. Lexis 14878 (N.D. Ill. Oct. 3, 1996) (granting
summary judgment in favor of plaintiff whose trademark was registered and
used by defendant as a domain name).
16. 999 F. Supp. 1337 (C.D. Calif. 1998).
17. For an interesting study of 121 domain name disputes, see Milton
Mueller, Trademarks and Domain Names: Property Rights and Institutional
Evolution in Cyberspace (visited July 6, 1999)
<http: //istweb.syr.edu/-mueller/study.html>.
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name cases in the United Kingdom, France, and Germany
which are equally confusing and inconsistent.18 In Germany
there are particular problems with the use of city or
geographical designations as domain names.19
Furthermore, it is not even certain under U.S. or other
national trademark laws that a domain name should be
considered a trademark or service mark use. In some cases,
where the domain name is only used as an e-mail address, it
would seem likely that this will be determined not to be a
trademark use, since that use does not meet the statutory
definition of a trademark. 20 There have been several
preliminary injunctions granted by U.S. district courts in the
past year that assume domain names are the equivalent of
trademark use, but these cases are all subject to a final
decision after trial or appeal, which could have a different
result. To the author's knowledge, there are no such cases
that have actually gone to trial and had a final judgment in
any jurisdiction in the world.
The other side of the issue is the problem of the
registrant of one or a group of domain names selected for a
particular business use being attacked by various trademark
owners who belatedly now seek to obtain domain names
registered to someone else under the first come, first served
21
system. The author recently lost such a case, which is now
on appeal to the Ninth Circuit, on the issue of whether use of
a domain name is a trademark use permitting a court to deny
its use based on the new dilution statute. This area of the law
is presently highly uncertain, and likely to evolve into more
expensive litigation.
18. See, e.g., Reinhard Schanda, Domain Name Conflicts: The German and
Austrian Perspective, J. INTERNET L., Jan. 1998, at 20-28.
19. See id.
20. See, e.g., Data Concepts Inc. v. Digital Consulting Inc., No. 97-5802,
1998 U.S. App. LEXIS 17758 (6th Cir. Aug. 5, 1998) (Merritt, J., concurring)
(questioning the entire basis of the decision and the case on the basis that
domain names are addresses, not trademark use).
21. See Avery Dennison, 999 F. Supp. at 1337.
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VIII
Trademarks Versus Domain Names
The definition of a domain name should be clear from
the foregoing discussion. However, it is important to
understand the legal differences between a domain name and
a trademark or service mark. United States law considers a
trademark or service mark as any mark, letters or design that
identifies or distinguishes the specific source of goods or
services with a particular person or business. The essence of
a trademark is that the public identifies certain types of
goods or services with a specific producer, because the mark
brings to mind that source.
Thus, if the trademark is well known- like McDonald's,
Coke, or IBM- it could be very difficult for a domain name
holder to argue that the mark and the domain name are not
confusing, especially if the two businesses were engaged in
roughly the same field, for example, fast food. The domain
name holder undoubtedly would lose an infringement action
in such case. However, it has still not been determined what
happens if the domain name is used in business for an art
studio, for example, and the trademark owner who objects is
engaged in manufacturing airplanes. Where dealing with
marks which are merely names or symbols that are used for
many different types of goods or services, like the United and
General examples above, the outcome is less certain. The
trademark owner would likely have to prove actual confusion
in the market place in order to prevail in an infringement
action.
Trademark owners have a new weapon with the
adoption of the U.S. Trademark Dilution Act, effective
January 1, 1996, which permits the owner of a trademark to
obtain injunctive relief from any commercial use of a similar
mark that would dilute or damage the value of the trademark,
even though it is not confusingly similar.22
However, the new dilution statute did not help
computer manufacturer Gateway 2000 obtain a preliminary
injunction against the sole proprietor of a Raleigh, North
Carolina computer consulting business called gateway.com,
22. See 15 U.S.C. §1125(c)(1) and the definitions in 15 U.S.C. §1127.
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Inc.23 The original Gateway company had registered its
domain name as gateway.com in 1988.24 The judge in that
case found that gateway.com was not trying to profit on any
confusion between the two business' names, nor were
Gateway 2000's trademarks "famous" for the purposes of the
Dilution Act at the time gateway.com was first registered. 5
Therefore, the judge refused to grant Gateway 2000's request
for a preliminary injunction against the use of the domain
name.26 The case was later settled by Gateway 2000
purchasing the domain name for a substantial sum.
Conversely, there are a number of cases, some of which
are being or have been handled by the author, where the
domain name is, for example, a surname registered for the
purpose of creating an e-mail domain for people with the
same surname. The question is whether a trademark owner
can so appropriate a business name or surname, by making
it a trademark, that no one else can use the surname as a
domain anywhere. This raises interesting public policy issues
that have yet to be resolved.
There are also a number of pending disputes similar to
the Gateway 2000 case in which there is no evidence that the
domain name holder is a "cybersquatter" who registered the
name solely to elicit payment from the trademark owner. The
easy cases in this area were nearly all resolved in favor of the
trademark owners, since it was fairly clear that these domain
name owners had little or no business and were merely
holding the name for sale. Some courts, incidentally, seem to
assume that merely registering and holding a domain name is
illegal, although there does not seem to be any legal basis for
that conclusion. The Lockheed case, mentioned below,
disagrees with this theory of illegality. There does appear to
be a trend developing where the trademark owner loses
unless its mark is truly famous or unless the domain name
owner is in a near-identical business, as in the Gateway
2000 case. Most such cases will depend on the quality of the
23. See Gateway 2000, Inc. v. Gateway.com, Inc. & Clegg, No. 5:96-CV-
1021-BR(3), 1997 U.S. Dist. LEXIS 2144 (E.D. N.C. Feb. 6, 1997).
24. See d. at *2.
25. Seeid.at*7, *11.
26. Seed. at*12.
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advocacy of the attorneys involved and how the facts look to
the trier of fact.
The early domain name/trademark cases presented
issues of first impression in an area of domestic and
international trademark law that had never anticipated these
new technological issues. This has led to some strange
decisions - usually a finding that the domain name owner
had to give up the name to the trademark owner - decisions
reached, in most situations, without any examination or
consideration of the substantive law of trademarks. These
cases were not good exemplars or templates for future cases,
because most of the defendant domain name owners had
clearly registered the names solely to force the trademark
owner to purchase it from them for a high price. Courts are
not very supportive of litigants that seem like extortionists.
During 1997, however, a number of new cases were
decided, in the author's judgment, on more reasonable facts
and involving legitimate business uses of the domain, which
resulted in the domain name holder prevailing over the
trademark owner. For example, in Interstellar Starship
Services, Ltd. v. EPIX, Inc., the only use of the domain name
was as an Internet address that led to a World Wide Web
home page which advertised the defendant's business.27 The
court granted summary judgment in favor of the domain
name holder and against the trademark owner.2 8 Similarly,
the court in Gateway 2000 denied summary judgment to the
plaintiff, concluding there was no way the trademark owner
could prevail since there was no infringement by the mere use
of a domain name.29 Another key domain name case,
Lockheed Martin Corp., succinctly defining the issue here,
pointed out that:
[Ulnlike a patent or copyright, a trademark does not confer
on its owner any rights in gross or at large. Therefore, the
law does not per se prohibit the use of trademarks or
service marks as domain names. Rather, the law prohibits
only uses that infrin ge or dilute a trademark or service
owner's mark ..... 30
27. No. 97-107-FR, 1997 U.S. Dist. LEXIS 18873 (D. Or. Nov. 20, 1997).
28. See Ad.
29. 1997 U.S. Dist. LEXIS 2144, at *11-12.
30. No. CV 96-7438, 1997 U.S. Dist. LEXIS 10314, AT *6 (C.D. Cal. Mar.
19, 1997).
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The detailed language of the Lockheed case, with its
explanation of how a domain name functions on the Internet,
is particularly helpful to explain the real legal issues in these
disputes. We, therefore, quote the Lockheed Court in some
detail:
Domain names present a special problem under the
Lanham Act because they are used for both a non-
trademark technical purpose, to designate a set of
computers on the Internet, and for trademark purposes, to
identify an Internet user who offers goods or services on the
Internet. See 2 Gilson, supra, §§5.11[31, at 5-235, 5.11[5],
at 5-243-44 (distinguishing the technical use of domain
names from the trademark use to identify goods or
services). When a domain name is used only to indicate an
address on the Internet, the domain name is not
functioning as a trademark. [n3] See Walt-West Enters., Inc.
v. Gannett Co., Inc., 695 F.2d 1050, 1059-60 (7th Cir. 1982)
(radio station frequency used in "utilitarian sense of calling
the listener's attention to a location on the FM dial" is not
protectable under trademark law). Like trade names,
domain names can function as trademarks, and therefore
can be used to infringe trademark rights. See Accuride Int'l,
Inc. v. Accuride Corp., 871 F.2d 1531 (9th Cir. 1989).
Domain names, like trade names, do not act as trademarks
when they are used merely to identify a business entity; in
order to infringe they must be used to identify the source of
goods or services. Cf. In re Unclaimed Salvage & Freight Co.,
192 U.S.P.Q. 165, 168 (T.T.A.B. 1976) (affirming refusal of
registration of trade name as trademark where specimen
demonstrated use only to identify applicant as a business);
U.S. Dept. of Commerce, Patent and Trademark Office,
Trademark Manual of Examining Procedure § 1202.02, at
1202-4 (2d ed. May 1993) (directing examiners to refuse
registration of material that functions only to identify a
business).
The Court takes judicial notice of a draft document
prepared by the staff in the Office of the Assistant
Commissioner for Trademarks of the United States Patent
and Trademark Office entitled "Observations Concerning
the Examination of Applications for Registration of Domain
Names in the Trademark Office." This document directs
trademark examiners to determine whether a domain name
submitted for trademark registration functions only as a
locator of a business on the Internet, in which case
registration should be refused because the domain name is
not serving a trademark function. While the Court's
conclusion does not depend on this document or on any
Patent and Trademark Office policy [it is relevant and
persuasive].
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This is not to say that a domain name can never be used to
infringe a trademark. However, something more than the
registration of the name is required before the use of a
domain name is infringing. In Planned Parenthood Fed'n of
America, Inc. v. Bucci, for example, the defendant registered
the domain name "plannedparenthood.com" and used it as
the address of a website promoting his book on abortion.
1997 U.S. Dist. LEXIS 3338, 42 U.S.P.Q.2D (BNA) 1430,
1432 (S.D.N.Y. 1997). The defendant admitted that he used
the domain name hoping that people looking for the
Planned Parenthood's site would find his site. 42
U.S.P.Q.2D at 1433. The defendant argued that registration
without more is not a commercial use of a mark. Id. at
1436-37. The court, however, found that the defendant did
"more than merely register a domain name; he has created
a home page that uses plaintiffs mark as its address,
conveying the impression to Internet users that plaintiff is
the sponsor of defendant's website." Id. at 1437. The
infringing use in Planned Parenthood was not registration of
the plaintiffs mark with NSI, but rather the use of the
plaintiffs trademark "as a domain name to identify his
website" in a manner that confused Internet users as to the
source or sponsorship of the products offered there. Id. at
1440; cf. TeleTech Customer Care Management (California),
Inc. v. Tele-Tech Co., 1997 U.S. Dist. LEXlS 9590, 42
U.S.P.Q.2d (BNA) 1913, 1919 (C.D. Cal. 1997) (finding that
the plaintiff was not likely to prevail on the merits of an
infringement claim because the plaintiff demonstrated only
that customers were likely to be confused as to location of
website, not as to source of goods or services).
The cases dealing with vanity telephone numbers are
consistent with the conclusion that registration of a domain
name, without more, does not constitute use of the name
as a trademark. A toll-free telephone number with an easy-
to-remember letter equivalent is a valuable business asset.
As with domain names, courts have held that the
promotion of a confusingly similar telephone number may
be enjoined as trademark infringement and unfair
competition. Dial-a-Mattress Franchise Corp. v. Page, 880
F.2d 675, 678 (2d Cir. 1989); American Airlines, Inc. v. A 1-
800-A-M-E-R-I-C-A-N Corp., 622 F. Supp. 673 (N.D. Ill.
1985). The infringing act, however, is not the mere
possession and use of the telephone number. If it were,
trademark holders would be able to eliminate every toll-free
number whose letter equivalent happens to correspond to a
trademark. In Holiday Inns, Inc. v. 800 Reservation, Inc., 86
F.3d 619 (6th Cir. 1996), the district court held that the
defendant's use of 1-800 H[zeroJLIDAY infringed the
plaintiffs trademark in the telephone number 1-800-
HOLIDAY. Id. at 620. The court of appeals reversed, holding
that Holiday Inns's [sic] trademark rights in its vanity
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telephone number did not allow it to control use by others
of confusingly similar telephone numbers. Although the
defendant's toll-free number was often misdialed by
customers seeking 1-800-HOLIDAY, the defendant never
promoted the number in connection with the HOLIDAY
trademark but only promoted it as 1-800-405-4329. Id. at
623. Because the defendant had used the number only as a
telephone number, and not as a trademark, the court of
appeals held that the defendant had not infringed the
plaintiffs trademark. Id. at 625-26.
Domain names and vanity telephone numbers both have
dual functions. Domain names, like telephone numbers,
allow one machine to connect to another machine. Domain
names, like telephone numbers, are also valuable to
trademark holders when they make it easier for customers
to find the trademark holder. Where the holder of a vanity
telephone number promotes it in a way that causes a
likelihood of confusion, the holder has engaged in an
infringing use. American Airlines, 622 F. Supp. 673 at 682
(mere use of telephone number is not infringing, but
misleading use of trademarked term in yellow pages
advertisement is infringing). But, where, as with NSI, the
pure machine-linking-function is the only use at issue,
there is no trademark use and there can be no
infringement.
In the ordinary trademark infringement case, where there is
no question that the defendant used the mark, the analysis
proceeds directly to the issue of whether there is a
likelihood of confusion. Here, however, because NSI has not
used Lockheed's service mark in connection with goods or
services, the Court need not apply the test for likelihood of
confusion. NSI, therefore, is entitled to judgment as a
matter of law on the section 32 claim.
Lockheed argues that NSI's conduct makes it more
difficult for Lockheed to establish a presence on the
Internet [and therefore] is diluting conduct. This argument
is flawed. In Panavision and Intermatic, the fact that the
defendant's conduct impeded plaintiffs use of its trademark
as a domain name was not the determining factor in finding
that the defendant's use was diluting. If impeding use of the
trademark as a domain name were the only factor, the
court in Panavision would not have asserted that
registration of a trademark "as a domain name, without
more, is not a commercial use of the trademark and
therefore not within the prohibitions of the Act." Panavision,
945 F. Supp. at 1303. All prior domain name registrations
corresponding to words in a trademark impede the
trademark owner's use of the same words for use as a
domain name .... The Internet, however, is not exclusively
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a medium of commerce. The non-commercial use of a
domain name that impedes a trademark owner's use of that
domain name does not constitute dilution. n4 In Intermatic
and Panavision, the defendant's use was commercial
because the defendant sought to "arbitrage" the trademarks
for their value as domain names. Intermatic, 947 F. Supp.
at 1239; Panavision, 945 F. Supp. at 1303. [Here] Lockheed
argues that NSI is engaged in commercial use of its service
mark because NSI seeks to maximize the number of domain
names registered in order to maximize its revenue and
profits. (Opp'n at 27.) [The Court rejected this dilution
argument, as well].
If the Internet were a technically ideal system for
commercial exploitation, then every trademark owner would
be able to have a domain name identical to its trademark.
But the parts of the Internet that perform the critical
addressing functions still operate on the 1960s and 1970s
technologies that were adequate when the Internet's
function was to facilitate academic and military research.
Commerce has entered the Internet only recently. In
response, the Internet's existing addressing systems will
have to evolve to accommodate conflicts among holders of
intellectual property rights, and conflicts between
commercial and non-commercial users of the Internet.
In the long run, the most appropriate technology to access
websites and e-mail will be directories that point to the
desired Internet address. Directory technology of the
necessary scale and complexity is not yet available, but
when it is developed it will relieve much of the pressure on
domain names." Domain Name System, Hearings Before the
Subcommittee on Basic Research of the House Science
Committee, 105th Cong., 1997 WL 14151463 (September
30, 1997) (testimony of Barbara A. Dooley, Executive
Director, Commercial Internet Exchange Association).
No doubt trademark owners would like to make the Internet
safe for their intellectual property rights by reordering the
allocation of existing domain names so that each trademark
owner automatically owned the domain name
corresponding to the owner's mark. Creating an exact
match between Internet addresses and trademarks will
require overcoming the problem of concurrent uses of the
same trademark in different classes of goods and
geographical areas. Various solutions to this problem are
being discussed, such as a graphically-based Internet
directory that would allow the presentation of trademarks
in conjunction with distinguishing logos, new top-level
domains for each class of goods, or a new top-level domain
for trademarks only. The solution to the current difficulties
faced by trademark owners on the Internet lies in this sort
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of technical innovation, not in attempts to assert trademark
rights over legitimate non-trademark uses of this important
new means of communication. 3'
A similar discussion of the non-trademark use of
domain names occurred in Academy of Motion Picture Arts &
Sciences,32 which reached an identical conclusion of non-
infringement in a second case involving NSI.33 The author of
this paper believes that more and more of these cases will be
decided in favor of the domain name owners, and that some
technical solution to the issues will be found. In the
meantime, huge amounts of money and legal fees will be
spent by businesses in disputes over these domain name
issues.
The end result is that trademark owners must be
advised to take steps in the immediate future to protect their
marks from possible conflicts with domain names, both by
registering more commercial marks with the trademark
offices of the world, and by registering with NSI, as domain
names, those names, marks and products that might result
in later conflicts. Failure to take this action will likely result
in domain name disputes over company names and products
on a world-wide basis.
Although the use of the Internet for WWW pages and
business advertising is largely a U.S. phenomenon at this
time, it is increasingly apparent that the concept is spreading
rapidly to all of the industrialized countries of the world. This
will, in turn, create an even more interesting and complex
legal issue when national trademarks owned by different
companies in different countries start appearing on the World
Wide Web. It is not clear how the various national courts of
commercial nations will resolve an international trademark
conflict under laws that have assumed for at least a century
that a given trademark applied only to a specific country and
that it was not in unlimited international use. The author
understands that some litigation relating to U.K. domain
names and German trademarks has been brought and some
court orders issued that enjoin the domain name owner from
31. Lockheed Martin Corp. v. Network Solutions, Inc., No. CV 96-7438,1997
U.S. Dist. LEXIS 19273, at **21-27, **32-36, **63-65 (C.D. Cal. Nov. 17, 1997).
32. CV 97-6394-LEW, 1997 U.S. LEXIS 20806 (C.D. Cal. Dec. 10, 1997).
33. See id.
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infringing the German trademark, even though the website is
in the U.K.
Ix
Predatory Intent and Dilution
In contrast to the uncertainty of some aspects of
domain names, there are many recent "predatory use" cases
where the dominant (and often only) reason for acquiring a
domain name or establishing an Internet website was to take
unfair advantage of the reputation or fame of a trademark
owner's goods or to siphon off business. For example, in Toys
"R" Us, Inc. v. Akkaoui,34 the defendant was enjoined from
using the domain name "Adults 'R Us" for an adult sex toy
website, and in Toys "R" Us, Inc. v. Abir, the defendant
registered 'TOYSAREUS.COM" and later "KIDSAREUS.COM"
for the express purpose of either selling the domain names to
the trademark owner or establishing a competitive toy
business to mislead customers."
Note that "Toys "R" Us" and "Candyland"36 are
arbitrary and fanciful marks entitled to strong protection
under the law. 'The 'strength' of a mark depends in part on
whether it is arbitrary, fanciful, suggestive, merely
descriptive, or generic."37
In every one of the near dozen reported cases, the losing
"cyberpredator" had either contacted the trademark owner
and demanded money for the transfer of the name, or
adopted the domain name for a use intentionally inimical to
the trademark owner. In Jews for Jesus v. Brodsky, the
defendant was enjoined as a predator for registering and
establishing a misleading website with a similar name for the
express purpose of creating confusion with the Plaintiffs
organization.38 In Planned Parenthood Federation of America,
34. No. C 96-3381 CW, 1996 U.S. Dist. LEXIS 17090 (N.D. Cal. Oct. 29,
1996).
35. 97 Civ. 8673 (JGK), 1997 U.S. Dist. LEXIS 22431 (S.D.N.Y. Dec. 19,
1997); see also Hasbro, Inc. v. Internet Ent. Group, No. C96-13OWD, 1996 U.S.
Dist. LEXIS 11626 (W.D. Wash. Feb. 9, 1996) (concerning a "Candyland" adult
sex game).
36. See Hasbro, Inc., No. C96-130WD, 1996 U.S. Dist. LEXIS 11626.
37. Hotmail Corp. v. Vans Money Pie Inc., et al., No. C98-20064, 1998 U.S.
Dist. LEXIS 10729, at *10 (N.D. CA. Apr. 16, 1998).
38. 993 F. Supp. 282 (D. NJ 1998).
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Inc. v. Bucci, the defendant deliberately registered the domain
name "plannedparenthood.com," where he placed anti-
abortion messages intended to reach searchers who thought
they had reached the Planned Parenthood organization.39 The
court found intentionally misleading conduct and enjoined
use of the name.' °
Conversely, a series of cases are developing, where the
domain name registrant prevailed, as in Gateway4 and
Epix,"2 because of a specific finding that there was no
predatory intent. In these cases, the registered domain name
was also a trademark of a third party who later decided it
wanted to use the domain name and found it in use. As
District Judge Pregerson points out in Lockheed:
No doubt trademark owners would like to make the Internet
safe for their intellectual property rights by reordering the
allocation of existing domain names so that each trademark
owner automatically owned the domain name
corresponding to the owner's mark. Creating an exact
match between Internet addresses and trademarks will
require overcoming the problem of concurrent uses of the
same trademark in different classes of goods and
geographical areas. Various solutions to this problem are
being discussed, such as a graphically-based Internet
directory that would allow the presentation of trademarks
in conjunction with distinguishing logos, new top-level
domains for each class of goods, or a new top-level domain
for trademarks only. The solution to the current difficulties
faced by trademark owners on the Internet lies in this sort of
technical innovation, not in attempts to assert trademark
rights over legitimate non-trademark uses of this important
new means of communication.43
A string of dilution cases are also developing outside the
domain name area, where the courts are rejecting dilution
claims unless the mark is shown to be extremely strong and
that the defendant is guilty of predatory conduct. 4 Predatory
39. 97 Civ. 0629, 1997 U.S. Dist. LEXIS 3338 (S.D.N.Y. Mar. 19, 1997).
40. See id.
41. Gateway 2000, Inc. v. Gateway.com, Inc. & Clegg, No. 5:96-CV-1021-
BR(3), 1997 U.S. Dist. LEXIS 2144, at *4 n.2 (E.D. N.C. Feb. 6, 1997).
42. Interstellar Starship Services, Ltd. v. EPIX, Inc., No. 97-107-FR, 1997
U.S. Dist. LEXIS 18873, at 1336 (D. Or. Nov. 20, 1997).
43. Lockheed Martin Corp., No. CV 96-7438, 1997 U.S. Dist. LEXIS 19273,
at **64-65 (C.D. Cal. Nov. 17, 1997) (emphasis added).
44. See Ringling Bros. Barnum & Bailey Combined Shows, Inc. v. B. E.
Windows Corp, 937 F. Supp. 204 (S.D.N.Y. 1996) (denying relief because there
was no showing of predatory intent); see also American Express Co. v. CFK,
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activity has been considered the essence of dilutive activity in
earlier New York dilution law cases prior to the FTDA, so the
facts must be examined carefully. In Mead Data Central, the
Second Circuit explained "the likelihood of blurring is
increased where the junior user acts with predatory intent.
Predatory intent involves more than mere knowledge of the
senior mark- it requires a showing that the junior user
adopted its mark hoping to benefit commercially from
association with the senior mark."4 5
This case and the New York dilution statute are almost
always cited in later cases since the federal dilution law is
based on state dilution concepts.
X
A Problem For All Website Owners:
Jurisdictional Disputes Based On Being On The
Internet
While discussing the Internet and websites, it is
important to point out a looming and major issue that is
beginning to occur in U.S. Internet related cases- the matter
of where the appropriate jurisdiction lies for litigation over
Internet matters, such as copyright and trademark
infringement cases, or even for criminal prosecution for
pornography postings or illegal gambling operations. There
are a small, but growing number of cases that have recently
concluded, for various reasons, that a plaintiff may sue the
owner of a website or Bulletin Board System ("BBS") in the
plaintiffs own jurisdiction. The theory is that since the WWW
is available everywhere in the world, the defendant that
maintains a website is present everywhere. Historically, the
plaintiff would have to go to the courts of the jurisdiction in
which the defendant maintains his business or where the
Inc., No. 96-CV-72329, 1996 U.S. Dist. LEXIS 15425 (E.D. Mich. Oct. 8, 1996)
(holding that the "Don't leave home without it" AMEX slogan was famous and
distinctive, yet not diluted because there was no predatory intent and no
similarity of businesses (financial services versus address books)); Lewis v.
Rocky Mountain Internet, 96-CV4693 (D. Colo. Sept. 26, 1997) (issuing an
injunction against trademark use of a mark but permitting use of the same
words as a domain name).
45. Mead Data Central, Inc. v. Toyota Motor Sales, 875 F.2d 1026, 1038 (2d
Cir. 1989) (emphasis added); see also McDonald's Corp. v. McBagel's, Inc., 649
F. Supp. 1268, 1281 (S.D.N.Y. 1986).
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computer is physically located that generates the website or
BBS, which is, in turn, available over the Internet.
The potential situation could become more complex in
that, with modem Internet technology, there is no reason a
business could not maintain a website address in Australia,
its computer facilities in Finland, its business in Argentina,
and incur the wrath of a United States business because of
something posted on the website. Where is the proper
jurisdiction in such a case? The courts' decisions will often
turn on the interest of the local court in taking the case to
protect its citizens and businesses. This, however, will also
create major disputes over whose law will apply in an
international dispute. Care should be taken, perhaps, to head
this issue off by posting conditions of use of the website that
provide an agreement on where the litigation will be sited.
There are presently very few guideposts for the legal
profession and its clients to instruct webmasters on how to
handle such cases, and these cases bear careful watch.
In one U.S. case (the Playboy suit), which had some
unusual facts, the court even held that suit could be brought
in the U.S. against an Italian website operator who had no
physical presence in the U.S. While this case was based on
the argument that there was an existing U.S. injunction in a
related case, it is clear that the matter of appropriate
jurisdiction in a world where materials are created and
maintained in one country, and accessed anywhere in the
world on a 24 hour a day basis, will be litigated many times.
Even where the case is brought in the same country,
this still may pose a very practical problem in large countries
like the U.S. or Brazil, where the physical distance between
various cities is measured in thousands of kilometers. For
example, this would permit the plaintiff in a domain name
dispute who resides and has his business in California to sue
a New York business in the federal courts in California. These
states are more than 2,400 miles (3,000 kilometers) apart.
The cost of arranging a defense in such case can be
considerable. It is perhaps justified by the fact that the
Internet erases physical boundaries and makes materials
available everywhere, as though there were no boundaries or
distances involved.
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One district court case that illustrates the issues and
contains a very good discussion of the law and facts relevant
to the determination of jurisdiction is Zippo Mfg. Co. v. Zippo
Dot Corn, Inc.,46 where the court took jurisdiction after finding
significant contact with Pennsylvania on the part of the
defendant, in addition to the maintenance of a web page. In
Haelan Products Inc. v. Beso Biological, et al,47 jurisdiction was
accepted on fairly thin evidence of contact by the California
defendant. And in Quality Solutions, Inc. v. Zupanc,48 the court
refused to dismiss on such grounds, relying on use of an
Internet website and magazine advertising.
More recently the courts have begun to look more
carefully at the concept that the mere existence and use of a
domain name provides universal jurisdiction in any other
court. There is no question that the Internet has no
boundaries, in the sense that a website is reachable from any
place on Earth that has telephone or satellite connections;
however, it would seem that there should be some specific
conduct directed to the jurisdiction entertaining the action
against a foreign resident. This is particularly so in the case
of truly foreign defendants who are resident and domiciled in
a totally different country - sometimes thousands of miles
away.
For an excellent discussion of the issue, read one of the
first appellate court decisions on the subject.49 This case
upheld a lower court decision refusing to take jurisdiction
based solely on the existence of a Web page on the Internet.
At this point, however, most Internet jurisdiction cases are
still being decided in favor of the concept that any use of the
Internet gives any court jurisdiction over the defendant. The
author disagrees with this conclusion and has had at least
one case in the federal courts on this issue.
Only time and some expensive litigation will provide the
answers to these very pragmatic legal questions, which will
46. 952 F. Supp. 1119 (W.D. Pa. 1997).
47. No. 97-0571, 1997 U.S. Dist. LEXIS 10565 (E.D. La. July 11, 1997).
48. No. 1:97-CV-1228, 1997 U.S. Dist. Lexis 21840 (N.D. Ohio Dec. 23,
1997).
49. Cybersell, Inc. v. Cybersell, Inc., 130 F.3d 414, No. 96-17087, 1997 U.S.
App. LEXIS 33871 (9th Cir. Dec. 2, 1997).
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be of considerable concern to our business and professional
clients.
XI
Suggested Steps To Protect Your Clients On The
Internet
First, the most immediate need is to have a detailed
domain name search made of all present registered and
unregistered trademarks and service marks claimed by a
business and its subsidiaries around the world. It is critical
to determine, as soon as practical, whether any of the
trademarks and service marks are being used as domain
names on the Internet, and who claims them or uses them.
Such a search can be handled by using on-line domain name
directories such as Saegis, a service of Thompson and
Thompson, which has a database of some 270 countries and
their domain name databases. It can also be accomplished
more extensively and accurately by having one of the
trademark search companies manually conduct a world-wide
domain name search on this list of a business' marks and
product names. Because of the international nature of the
Internet, businesses can no longer limit the search for either
domain names or trademarks to their own country. To do so
is to invite disaster in the international on-line world.
Second, once it is established which of the business
names and marks are being used as domain names,
businesses will need to determine whether such use is
legitimately dilutive of well-known and valuable marks, and
to what extent the domain name users may have some
existing relationship with the business owning the registered
trademarks. In either case, it will be necessary to initiate
contact with the registered owners of the domain names,
either to acquire the names or perhaps to litigate with the
owners in order to stop the undesirable use of domain names
without permission. Each mark will have separate
considerations, especially where the domain names are
owned by customers or affiliates of the business.
Given the trends in this type of litigation, it is important
that a legal advisor to the trademark owner not assume that
just any domain name use is an actual infringement or
dilution, since it may not be. These situations require careful
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investigation of the actual facts, and assumptions as to use
and intent should not be made. There is a possibility that
improper litigation will be deemed trademark or copyright
misuse, with resultant penalties. Trademark misuse defenses
are now routinely being asserted in domain name litigation,
and the Ninth Circuit has expressly approved the concept of
copyright misuse in a recent case.
Litigation over these issues is very expensive to both
parties, not to mention the management time involved. There
are a number of other obvious legal and practical
considerations in all these cases that are beyond the scope of
this paper but which should be explored carefully.
Third, the more subjective project is studying the list of
present and future planned marks and products of a
business to determine whether it is necessary or advisable to
register such marks and product names as domain names. If
some marks need to be registered as domain names, it is also
important to see whether registration only in the local
national Internet registry will solve the problem or whether
consideration should be given to registering similar domain
names in a number of other countries.
Recently, an enterprising businessman worked out a
deal with the Republic of Turkestan to create a new national
top level domain for trademark owners using the assigned top
level domain of .tm, which hopes to attract owners of
registered trademarks as a means of avoiding the conflicts
discussed in this paper. It seems unlikely this will work, but
it shows that creativity might eventually solve these complex
issues.
If the initial business location is outside the U.S., then
in every case it will be desirable to register in the U.S. This
may be a necessary defensive move to prevent others from
adopting them as U.S.-based domain names and thereby
creating later conflicts. Bear in mind also that it is not yet
certain anywhere in the world that a domain name is
automatically the equivalent of trademark use. The French,
for example, would seem unlikely to treat them as
trademarks, since addresses on the Minitel system were
determined not to be a trademark use, according to a French
lawyer with whom the author has discussed this question. It
is likely that the answer to this question will turn on the
INTERNET DOMAIN NAMES19991
specific facts of each case. France and other countries are
experimenting with a specific trademark domain registry
aimed at solving the same issues we are struggling with in
the U.S.
Generally, the cost of registration of a domain name is
nominal, in that the registration fees and initial costs are
usually U.S. $100 or less in most countries, and the annual
fee for use of a domain name in the U.S. is currently U.S.
$35, although this fee may be increased or changed because
of all the litigation and the complexity of the growing Internet
system.
Careful consideration should also be given to
standardizing domain names for e-mail use, such that all e-
mail uses the same domain name, except that it has
extensions to indicate different offices or different countries.
For example, "business. com.tw" and "business.com.au."
Similarly, if businesses have or plan to have WWW home page
sites on the Internet, some standardization of the domain
name part of the addresses may be desirable in order to
prevent conflicts from country to country or area to area.
A final area of concern is that all legal and marketing
personnel of businesses, as well as data processing
managers, be aware that, in the selection of new product
names or trademarks, full international domain name
searches should be undertaken before any commitment is
made to use a new mark for a product. Because of the
potential for conflict, once the decision is made to adopt a
new mark, that mark should also form the basis of a domain
name registration in at least the U.S., as well as in selected
foreign countries, to forestall third parties from blocking the
domain name in the future. Similarly, selection of new
domain names by a business may impact the liability of that
business to other companies, so that no new domain name
should be adopted without consideration of an international
trademark search. Unfortunately, this has major cost
implications for businesses since such searches are very
expensive, although probably much less costly than later
litigation over the subject.
All these issues will affect corporate information
processing facilities and many decisions information services
personnel may be making in regard to domain name selection
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and naming of facilities, so that the personnel in those
groups should always be kept in the loop on these issues
from the outset.
XII
Conclusions
These rapid changes in telecommunications and
Internet technology are beginning to have major effects on
international legal and marketing matters relating to selecting
and using trademarks and on the decision to use various
Internet domain names. Consideration should be given to
establishing a means of continuously monitoring these
developments to ensure that these rapid changes are taken
into consideration in all business operations, both domestic
and international.
The most important thing is that we, as lawyers,
accountants, and business people, make business
management aware that these issues will become increasingly
important as the Internet and its various services grow. What
was formerly a mere local or national concern has now
become a potentially international set of issues that will
impact the operations of all businesses at every level. If the
above recommendations are followed, your business or client
will have a head start on present and continuing legal issues
likely to arise from Internet technology and domain names.
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