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INTRODUCTION
Natural disasters can occur anywhere and anytime. Indonesia is one of the areas prone to natural disasters, one of which is landslides. Landslides are the displacement of slopeforming material in the form of rock, debris material, soil or a mixture of the forming material which moves down [1] . Landslides are a disaster which is a natural disaster. Therefore, this disaster cannot be eliminated, but it can minimize the losses caused by an early warning mechanism. At this time several early warning systems and management of landslide hazards have been developed to reduce the adverse effects that occur. Therefore, an analysis of landslides has received more attention to identifying the relevant physical factors and phenomena as the cause of the soil movement and finally the landslide hazard area is predicted [2] .
Tools and methods for monitoring landslides are divided into two ways: first, geometric measurements on the land surface using satellite imagery and aerial photographs; second, observing in the immediate area using a transducer such as an extensometer, inclinometer, geophone, crack meter, and others. This second method can be said as a sensor node on a sensor network which is more precisely a wireless sensor network [3] . Wireless sensor network or often called wireless sensor network (WSN) is a system that has autonomous sensors and is spatially distributed to monitor physical conditions such as pressure, sound, temperature, etc. [4] . Karthik et al. developed and implemented low-cost autonomous WSN for landslide detection with a Self-Energy Harvesting Powered Early Warning System (WSN-SEH). The WSN-SEH contains MEMS sensors, energy harvesting systems, low power embedded controls, an efficient power management system, and a supercapacitor as storage [5] .
Currently, the Internet of Thing (IoT) technology has an architecture that can accommodate wireless sensor networks, landslide early warning systems [6] . In addition, in some cases, the use of radio frequency is one solution that can be used, but it is necessary to analyze how to efficiently transmit data on existing sensor nodes to be in a reliable category. As in the study of Sumathi et al. using a Fuzzy techniques method for the efficiency of data handling, the approach in this study uses simulations from NS-2 tools [7] . Giorgetti et al. proposed a WSN design for continuous monitoring and management of landslide hazards. For durability in harsh environments, sensor nodes and particular communication protocols need to be used. So that, the network can organize itself, be adaptive and tolerant of errors. The network mechanism is combined with Time Division Multiple Access (TDMA) in the network layer [2] . In other studies, Oh and Ngo [8] said that to obtain reliable and timely data transmission can use a protocol that is Sharable Slot (SS). SS causes a topology-independent schedule so that the protocol is very responsive to topology changes [8] . Then the study by Chen et al. [9] , they examined the reliability of WSN transmission by improving performance with the Inter-Cluster Multi-hop LEACH protocol [9] .
Indonesia is an area prone to landslides. 40.9 million people or rather 17.2% of the population in Indonesia, apparently living in areas prone to landslides. Both in the medium and high-level landslide-prone areas said Sutopo Purwo Nugroho [10] . Many cities in Indonesia are in areas prone to landslides. WSN technology development itself as an early warning system for landslides in Indonesia is done a lot, one of which is a technology developed by Fathani et al. in his research the sensors used were an extensometer, tilt meter, inclinometer, generator, groundwater measurement, ultrasonic water level sensor, IP camera [11] . Besides that, some also use GPS as part of the ground motion sensor. The many uses of sensors will also increase the manufacturing costs of these sensor nodes.
A large number of WSN research and development using radio frequency certainly makes this WSN type useful. However, the challenges faced are the more complex processes in the sensor nodes causing increased power consumption and of course the increasing hardware requirements of the sensor nodes. Besides that, it is also a challenge to communicate using radio frequency itself, which of course must adjust to the existing environmental conditions. Then for WSN that uses IoT technology, it certainly makes this type of WSN more reliable in transmitting data, but for the record that there is no good internet network, this technology will automatically not function properly. Based on previous studies, namely the development of communication technology and data transmission topology, the types of sensors used and the capabilities of the node itself, then looking at the state of the environment in Indonesia. This paper focuses on how to build the infrastructure of the sensor node itself with the concept lowcost and reliable of the nodes to be reliable as part of an early warning system for landslides.
METHODS
A WSN into an early warning system by relying on existing sensor nodes, the unity of these sensor nodes is rigitally and certainly senses the state of the parameters in the surrounding environment, which in this case is the movement of the soil to detect landslides or not. These sensor nodes send data to a control center that collects and monitors the data sent. In addition to sending data to the control center, sensor nodes as an early warning system can also perform a warning action to the surrounding environment by sounding a warning such as a siren. It depends on the architecture of the sensor node itself. The illustration of one of the wireless sensor nodes systems is shown in Figure 1 . Sensor nodes are indicated by black dots collected in a cluster, and each cluster is connected to the base station. [12] Regards to the importance of the function of a sensor node on WSN, in this paper, proposes a sensor node that is possible to be used in areas prone to landslides does not require extensive space in later installations, reliable, but low-cost. Sensor nodes consist of hardware parts that have sensors; data storage; a processing device; and a transmission device. This hardware is designed to compact and easy to use.
System Design
In this sensor node design is shown how the sensor node architecture is designed. The architecture of this node is shown in Figure 2 . The sensors used in this node architecture consist of two parts, namely the parts of the sensors; data storage section; and processing part. The sensors consist of two types, namely temperature and humidity sensors; accelerometer sensor and gyroscope. Temperature and humidity sensors are functioned as indicators of the condition of the hardware node itself. We know, for a possible thing to know the normal status of the performance of a device is to know the condition of the hardware temperature itself. With the presence of a temperature and humidity sensor, we will know the condition of the node at work. The data storage section is used to store data temporarily at the node, this is needed in addition to log data is also used for data backup if there is a failure in sending data to the monitoring unit (server). The next is the processing part. This part consists of two components, the microcontroller; and a single board computer (SBC). A microcontroller is used to manage and control the retrieval of data from sensors, then SBC is used to process data obtained from the microcontroller. The use of both of these allows for optimal performance processes of sensor nodes. A shield is used to connecting all parts of the sensor node into one compact unit. Figure 3 and Figure 4 show the design of the shield which used. The last part is a transmission device which is consist of a router board and modem for connect to the internet. 
Implementation
The hardware of processing and sensor part of node uses several component modules namely DHT11 (temperature and humidity sensors); MPU 6050 (accelerometer sensor and gyroscope); MicroSD module; Arduino Nano 3.0 ATMega 328 CH340 (microcontroller); and Raspberry pi 3 Model B (single board computer). All of these modules are assembled into a single unit that is compact using the connector of a shield that displays the device as shown in Figure 5 . The microSD module used is a micro sd class 4 module. This is chosen because data storage on microSD as data backup does not require high access speeds. Besides that, by using microSD class 4, it can reduce costs in making this device. One cycle of the microcontroller process is obtained by one data packet. The angle of the sensor node has a roll angle and a pitch angle. Both types of blades are obtained by calculating the angle of the sensor node using a complementary filter between the accelerometer angle data and the gyroscope angle data. The complementary filter consists of a low pass filter and a high pass filter. The block diagram of the complementary filter shown in Figure 6 and the flowchart of the complementary filter rule shown in Figure 7 . Accelerometer angle calculation data is obtained from a rotation matrix calculation, and gyroscope angle calculation is obtained from integral calculations. The accelerometer and the gyroscope data must be valid for filtering processing. This complementary filter is used because it is quite stable and reliable in integrating accelerometer data and gyroscope data [13] . Data transmission uses TCP/IP protocol by utilizing the internet network. The server will request data sent from the sensor node per minute. This scheme is used to facilitate other users if they want to connect with sensor nodes. 
RESULTS AND DISCUSSION
Unit sensors to monitor mass movement conditions around sensor node installations. The dimensions of the processing and sensor devices as shown in Figure 5 are 8.56 cm × 5.65 cm × 2 cm. With dimensions of the processing and sensor device, it node be compact. The compact shape makes this sensor node easy to apply in the field, as in an area of the city where the area is narrow to place the sensor node. With the addition of a power unit and data transmission unit, the scheme can be mounted separately. Thus the size of the space needed to put the sensor node is not too large. This sensor node becomes a standard device that is low-cost because the device is not more than 1.1 million rupiahs compared to other sensor nodes that use many sensors in it. This is also to reduce losses due to landslides which cause the sensor node to become damaged.
Tests were carried out on each part, namely in the form of accessing the MPU6050 sensor; access to DHT22; microSD module data storage. Also, test the transmission unit of a node sensor. Data which is received by server shown in Table 1 . Testing of roll and pitch angles from sensors using complementary filters obtained an error value ± 2 degrees for reading 0 degrees position. It felt sufficient for the mass movement is basically moving slowly before the landslide and also reduces noise misperception of the data. Data is stored in a microSD card in txt format which is shown in Figure 8 . Communication of the microcontroller processing unit with Raspberry Pi is done via serial. The microcontroller used is the Arduino Nano 3.0 type, this is because Arduino has a maximum sampling rate reaching 9000Hz compared to Wisense, MicaZ, and BTnode which have a lower sampling rate but the price is higher [14] . This sensor node is designed using two processors because the microcontroller has more role in processing data from the sensor while the SBC Raspberry Pi is currently used to manage data communication to the server and request data from the microcontroller. In this case, the microcontroller as a slave processor and Raspberry Pi as a master processor. However, later in the development, SBC will be in the program to be able to interpret data (data mining) for further modeling and analysis related to ground movements. By distributing work on the sensor node, it will reduce the load from the server if the nodes are connected a lot. Besides, it is intended to develop fault tolerance from nodes to be optimal so that from the beginning the architecture of this node is standardized. Figure 8 . Example of data which is stored in the microSD card
Testing from sending data to the server is done in two ways, namely testing data transmission in the laboratory and testing data transmission while in the field. The data package is sent to the server with the rule every 1 minute of delivery. Delivery using the internet network with a modem. It was chosen because the internet network coverage area in Indonesia is wide enough and to reduce noise and complicated algorithms for shipping if using radio frequency, so the design of this architecture is entirely practically implemented and later reduces the performance load of the nodes.
The results obtained from testing data transmission while in the laboratory data are received usually there are no errors or data loss. However, when the device is installed in the field, the results of the data are sometimes not sent for two minutes or three minutes. Allegations focus on modems that are used against the availability of internet network types (GPRS, edge, 3G, HSDPA, HSDPA +, 4G LTE) in the test environment. Internet modems that move, for example, 4G LTE then to GPRS, the modem takes several minutes to be ready. Well, this is what causes data that is sometimes not sent every minute. Therefore, in using the internet, only one network mode is used. GPRS is chosen because it considers the size of the data sent is quite small. Moreover, the GPRS area in Indonesia is wider. In the future, this research needs to be developed by adding an algorithm that is suitable for SBC for data mining, so that adds the ability of sensor nodes to sensing. Also needs to redevelop the design of a more compact form, especially in the power unit so that the sensor nodes are easy to apply and are more portable.
CONCLUSIONS
The architecture of the sensor node is made quite compact. Measurement data for angle 0 degrees read ± 2 degrees, but still reliable as a sensor node for detection of ground movements of low-cost concepts. Data transmission using the internet network to the server unit requires setting one network mode so that there is no interference from the modem waiting time to be stable when switching network mode. In this case, the GPRS mode is chosen by considering the small size of the data sent and the coverage area in Indonesia is more extensive than other network modes, so it is more likely to be applied. 
