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研究成果の概要（英文）：With respect to secure computation over encrypted data that enables us to 
process encrypted data without decrypting them, we constructed protocols for cross tabulation, 
biometric authentication, and keyword search. With respect to secure multiparty computation (MPC) 
that enables multiple users to compute function without revealing inputs possessed by users, we 
constructed efficient cheating detectable secret sharing and cheater identifiable secret sharing 
which are used as building blocks to construct MPC. Moreover, we study MPC which does not require 
user interaction during protocol execution. Namely, we proved theoretical limitation about such 



































とは，平文 m1 の暗号文 E(m1)と平文 m2 
の 暗号文 E(m2)との間に定義される演算を
適用することにより，元の二つの平文を加算
した結果の 暗号文 E(m1+m2) や乗算した
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案方式は暗号文のサイズが a_1 x a_2 x ．．． 
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