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Abstract- MANET is used to provide communication among the nodes. There is no central authority 
which control communication session between nodes i.e. there is no any defined infrastructure. 
Nodes moves frequently in the network which generate some issues like routing, coverage, 
congestion and security issues. Quality of service (QoS) in MANET is universally a growing area. 
Here, different mobile devices collaborate to form a communication network without any pre-existing 
infrastructure. Due to vast expansion of multimedia technology, mobile technology and real time 
applications has need to strictly support quality of service such as throughput, delay, energy 
consumption, jitter etc. This paper presents the description about the message sending in MANET 
and its QoS. 
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Mahak Singla
Abstract- MANET is used to provide communication among 
the nodes. There is no central authority which control 
communication session between nodes i.e. there is no any
defined infrastructure. Nodes moves frequently in the network 
which generate some issues like routing, coverage, 
congestion and security issues. Quality of service (QoS) in 
MANET is universally a growing area. Here, different mobile 
devices collaborate to form a communication network without 
any pre-existing infrastructure. Due to vast expansion of 
multimedia technology, mobile technology and real time 
applications has need to strictly support quality of service such 
as throughput, delay, energy consumption, jitter etc. This 
paper presents the description about the message sending in  
MANET and its QoS. 
Keywords: MANET, QoS, ad-hoc networks.
I. Introduction
he Ad hoc On-Demand Distance Vector (AODV) 
algorithm provides dynamic multihop routing 
among various participating mobile nodes that 
wish to establish and maintain an ad hoc network. 
AODV allows mobile nodes to obtain routes quickly for 
new destinations, and does it not require nodes to 
maintain routes to destinations that are not active at time 
of communication.
Some issues in MANET are: 
(i) unpredictable link properties that may lead to packet  
collision and signal propagation, (ii) the dynamic 
topology created by mobility of nodes, (iii) limited life of 
mobile device batteries, (iv) hidden and revealing
terminal problems that occur when signals of two nodes  
are colliding with each other. (v) maintenance of route 
is very difficult because of changing behavior of the 
communication medium, and (vi) inadequate security 
measures in MANET leads to various attacks like
passive attack, eavesdropping, leakage of secret 
information, data tampering, message replay, message 
contamination, and denial-of-service (DoS)[1].
II. Message Processing in AD-HOC
Networks
AODV use 3 messaging types namely, Route 
Requests (RREQs), Route Replies (RREPs), and Route 
Errors (RERRs). These message types are received 
using UDP, and then normal IP header processing is 
applied. The requesting node use its IP address as the 
Originator IP address for the messages. For 
broadcasting messages, the IP limited broadcast 
address (255.255.255.255) is used i.e. messages are 
not forwarded blindly. However, operation of AODV do 
need some messages (e.g., RREQ) to be disseminated 
widely over the entire ad hoc network. The range of 
dissemination of such RREQs is indicated by the TTL in 
the IP header and no need of fragmentation is there[14].
The status of links present at next hops in the 
active routes is monitored by the nodes. Whenever a link 
break is detected in an active route, message is used to 
inform other nodes that the link loss has occurred at that 
node is RERR[14]. It indicates only those nodes that are
reachable through the broken link, eg. If there is a link 
break at B, then RERR message will indicate that node 
D is no longer reachable destinations which are no 
longer through node B.
Fig 1: RERR Message Indication
To enable this mechanism, each node have a 
"precursor list" that contains the info regarding IP 
address for each of its neighbors that may use it as a 
next hop to reach destination. The information present in 
precursor list is easily obtained during the processing 
for generation of a RREP message, which has to be sent 
to node of precursor list .If the RREP has  nonzero prefix 
length, then the originator of the RREQ which solicited 
the RREP information is included among the precursors 
for the subnet route (not specifically for the particular 
destination).
AODV routing protocol deals with route table 
management by keeping information ven for short-lived 
routes, that are created for temporarily store reverse 
paths towards nodes originating RREQs. AODV uses 
the following fields with each route table entry:
− IP Address of destination node
− Sequence Number of destination node
− Valid Destination Sequence Number flag
− Other state and routing flags (e.g., valid, invalid, 
repairable, being repaired)
− Network Interface
T
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− Hop Count (i.e. total number of hops needed to 
reach destination)
− Next Hop
− List of Precursors 
− Lifetime (expiry time or deletion time of the route)
[14]
III. Layered Architecture of qos
QoS have a layered view which contains 3 parts :
• User
• Application
• Network
a) Application layer QoS: This layer explain how well 
user expectations like clear voice, jitter –free video, 
etc are satisfied. This layer also describes arrival 
pattern and sensitivity to delivery delays. End-to-end 
protocols (RTP/RTCP), application-specific 
representations and encoding (FEC, interleaving) 
are implemented at this layer[13].
                 
        
          
           
Fig 2: Layeres Structure of MANET [13]
b) Network layer QoS: This layer has four quality 
factors: 
i. Bandwidth - The rate at which an traffic of 
application must be carried by the network.
ii. Latency - The delay that one application can tolerate 
while delivering a single packet of data.
iii. Jitter - The variation in latency.
iv. Loss - The percentage of data lost [13].
iv. Challenges  in Manet
The following challenges make QoS hard in MANET:
• Autonomous- There is no centralized administration 
available to manage the operation of different 
mobile nodes.
• Dynamic topology- Nodes are mobile and they can 
be connected dynamically in any arbitrary manner. 
• Device discovery- Identifying relevant new nodes
that have joined the network and informing about 
their existence need dynamic updates to 
automatically select the optimal route.
• Poor Transmission Quality- This is a major problem 
of wireless communication that is caused by several 
erroneous sources that result in degradation of the 
received signal. 
• Network configuration- The entire infrastructure of 
MANET is dynamic and thus it results in dynamic 
connection and disconnection of the variable links. 
• Topology maintenance- Updation of dynamic link 
data among nodes in MANETs is a major challenge 
[2].
V. Conclusion
This paper deals with the message processing 
in Ad-hoc Networks and QoS in MANETs. Mobile ad-hoc 
networks must be able to provide the required quality of 
service for the delivery of real-time communications 
such as audio and video that poses a number of 
different technical challenges and new definitions. The 
development of mobile ad-hoc networks helps in various 
areas including academic, defence, disaster recovery, 
industrial environments, and healthcare. Nevertheless, 
there are many challenges that require to be addressed 
as well. These challenges needs to develop efficient 
routing procedures, mechanisms for reducing power 
consumption and extending the battery life, 
mechanisms for efficient use of limited bandwidth and 
communication capacity, new algorithms for information 
security, and making smaller but more powerful mobile 
devices. In short have to improve QoS in MANETs. This 
paper provides basic concepts related to QoS in 
networking, especially in MANET. In the upcoming 
paper tries to represent the improve QoS in MANET by 
applying genetic algorithm to routing protocol.
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