Th e article deals with the rules for a grant of interim measures in the context of EU law and its application in national judicial proceedings. It covers the key case-law of the Court of Justice of the EU related to the regime, conditions and limits of the interim measures and adds a refl ection of practice of Czech courts. Article pays particular attention to the conditions for suspension ofn the application of national law measures.
Introduction
In March 2010, a 33-year-old registered sex off ender was convicted of the rape and murder of a 17-year-old girl. Th e murderer had used a fake photograph to present himself on Facebook as a handsome young teenager. He met his victim there and befriended her. An online romance developed and he then persuaded her to meet him in real life. On the day of the arranged meeting, he sent the girl a text message saying that his father would pick her up in his car. Of course this was a lie. Her body was found in a fi eld the next day. 2 We typically teach our children that when someone in a car pulls up and asks them for directions, they should not approach the car. Th ey should run away from the car and tell their parents. We teach them that the person in the car might not really have been asking for directions etc. What they are really saying is 'Are you foolish enough to come close to my car so I can pull you inside?' In the same fashion, we need to teach our children what might really be behind the questions online predators ask. 3 Rapid growth of the Internet and advances in technology mean enormous benefi ts to society, and children should be able to enjoy the benefi ts that the Internet off ers safely. However, it is necessary to recognise that with the spread of the Internet comes the growth in the possibility of the system being abused by sex off enders. 4 Th e Internet has introduced us to many new terms and phenomena. One which has received considerable attention is that of online grooming. While grooming itself is not new, the Internet and other forms of electronic communication have provided off enders with greatly increased opportunities for contact with children. In these days, internet communication and social networks enable virtually anyone to communicate privately with children directly in their homes. Many cases have involved adult males who have used the Internet to groom a child, preparatory to committing acts of sexual violence against them. 5 Th e general policy objective of the EU is to ensure a high level of security through measures to prevent and combat crime, which includes child sexual abuse and child sexual exploitation. It should be done primarily by establishing minimum rules concerning the defi nition of criminal off ences and sanctions in the area of sexual exploitation of children. 6 A number of European states have already made online grooming an off ence through domestic legislative measures. However, in these days the Member States of the EU are faced with the new task of implementing the 'double European obligation' 7 to make grooming a criminal off ence -'solicitation of children for sexual purposes' -at the national level. Th is paper deals with the off ence of 'solicitation of children for sexual purposes' at the EU level, i.e. in the light of the newly adopted Directive 2011/92/EU on combating the sexual abuse and sexual exploitation of children and child pornography. Th e principal aim of this paper is to examine the context of criminalizing behaviour related to child sexual 'online' grooming in the EU. It is divided into main three sections. First introduces a general overview of online grooming and gives examples. Second section deals with child sexual grooming in individual States, while third section, which represents a key aspect of the paper, deals with the off ence of solicitation of children for sexual purposes.
Online Grooming: A General Overview
Grooming is a well-known strategy used by many paedophiles. It is a subtle, painstaking and powerfully seductive process, which can take many days, months, or sometimes years, to evolve and prepare the child for sexual abuse. It can allow paedophiles to sexually abuse large numbers of children but remain undetected.
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No binding legislation has been adopted in worldwide context. However, the literature off ers endless number of defi nitions. For example, Davidson and Gottschalk argue that grooming is the process by which a person befriends a child with the intention of committing sexual abuse 11 , or Ost argues that grooming can be conceived as a predatory act committed in order to facilitate sexual abuse.
possibilities that lie within the services off ered online, such as social network services, their own behaviour and the behaviour of people with a sexual interest in children in terms of harmful conduct, children and young people are vulnerable and may become victims of sexual abuse. 13 Sexual grooming on the Internet primarily consists of paedophiles using personal websites to target children who meet the paedophile's specifi c predilection for age, gender and looks. Grooming may take minutes, hours, days or months, depending on the goals and needs of the abuser and reactions of the young person. Paedophiles target in particular websites that provide public information about the child's profi le. Th e aim is to befriend a child online to sexually abuse offl ine at a later date.
14 Social networking sites, such as MySpace.com or Facebook.com, are widely popular among youth and adults alike. Children using the Internet innocently can make contact with anyone, and be contacted by anyone, while online. Abusers who choose to use the facilities of Internet chat rooms are not always who or what they purport to be. Th ey learn the typical online chat terms and phrases, and make childlike or adolescent comments, all in an eff ort to disguise their true age and gender and to be accepted within the 'child chat-room sect' . 15 In the hands of a sexual predator, chat rooms, instant messaging and other Internet applications become tools for grooming victims. 16 Some groomers have up to 200 young people on their online 'friends' lists who are at diff erent stages of the grooming process at any given time. 17 In addition to that, 3G mobile phones with features such as Internet access and cameras can allow children access to Internet sites in which they can be groomed, view child pornographic images, and be encouraged to take pictures of themselves in sexual poses and send them to the paedophiles. Such production and trading in images implicates the child in illegal activities of being both the producer and distributor of child pornography. 18 On the one hand, the children most at risk of being groomed are usually between the ages of ten and sixteen. Th is can be explained by the fact that younger children do not, or at least less oft en, communicate through the Internet. Furthermore, girls have a higher risk of being groomed than boys, but boys also form a substantial group of victims.
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On the other hand, the perpetrators of child sexual abuse come from various demographic, economic and social backgrounds. It was shown that some sexual off enders were individuals in respectable professions such as lawyers and teachers. 20 An online groomer can be defi ned as someone who has initiated online contact with a child with the intention of establishing a sexual relationship involving cyber-sex or sex with physical contact. 
Criminalizing Child Sexual Grooming in Individual States
In European states, the number of existing off ences can apply to behaviour related to sexual exploitation of children or child pornography. Despite this fact, it is only relatively recently that the laws of European states have specifi cally targeted online grooming and criminalizing of such behaviour.
It is especially the legislation of the United Kingdom that attracts attention. In the United Kingdom had been a number of worrying cases where adult men have met young children aft er contacting them initially by e-mail or through internet chat-rooms.
22 Th e United Kingdom was one of the fi rst European states which initiated strong legislation that makes it illegal to contact and groom children with the intent of committing a sexual off ence. Today, the concept of grooming is recognized in the United Kingdom as a criminal off ence. Grooming was made a criminal off ence in 2003. 23 Several countries followed the United Kingdom lead in legislating against online grooming behaviour, for example Norway, the Netherlands. Norway is the other European state which in 2007 adopted the grooming legislation. 24 In the Netherlands, grooming was criminalized in 2010. 25 In addition to that, the online grooming has been recognised as off ence also outside the EU, for example in the USA, Australia, New Zealand.
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On the other hand, in states where is no law dealing specifi cally with online grooming, authorities must fall back on laws regarding various sexual off ences. For example, in Belgium there is presently no law dealing specifi cally with online grooming. Consequently, prosecutors must fall back on laws regarding off ences against public morality, incitement to debauchery, public indecency, and rape. Further, in Italy there is at present no law dealing specifi cally with online grooming Prosecutors must utilise laws regarding paedophilia and distribution of indecent images. 
Necessity of Criminalizing the Solicitation of Children for Sexual Purposes
Th e EU explicitly recognised protection of children's rights in the Charter of Fundamental Rights of the EU. 28 As pointed out by the European Commission, sexual abuse and sexual exploitation of children are particularly serious forms of crime as they are directed against children, who have the right to special protection and care. Th ey produce long-term physical, psychological and social harm to victims and its persistence undermines the core values of a modern society relating to the special protection of children. 29 Moreover, the European Commission set itself the objective of maximising the use of its existing policies and instruments partly with a view to protecting children from violence and sexual exploitation inside and outside the EU. tation of children and child pornography 31 (hereinaft er 'Framework Decision'). At EU level, the Framework Decision introduced a minimum of approximation of the EU Member States' legislation to criminalise the most serious forms of child sexual abuse and exploitation, to extend domestic jurisdiction, and to provide for a minimum of assistance to victims. Although the requirements have generally been put into implementation, the Framework Decision has a number of shortcomings. It approximated legislation only on a limited number of off ences, it did not address new forms of abuse and exploitation using information technology, did not remove obstacles to prosecuting off ences outside national territory, did not meet all the specifi c needs of child victims, and did not contain adequate measures to prevent off ences.
32
In spite the fact that online grooming is threat at the international level, taking into consideration the principle of nullum crimen sine lege, in most cases it is not possible enforce criminal liability. It is clear that grooming must inevitably be made a criminal off ence in the whole Europe, respectively in all Member States of the EU. Since the ratifi cation of the Treaty of Lisbon 33 in 2009, EU legislators have enjoyed greater power to adopt legislation on criminal enforcement and sanctions, which has fed into policy making to combat child pornography on the Internet in particular and is now turning its attention to specifi c legislation focused on grooming.
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In March 2010 the European Commission introduced a Proposal for a 'new' Directive on combating sexual abuse, sexual exploitation of children and child pornography 35 (hereinaft er 'Proposal'). Th e Proposal introduced new criminal off ences in the information technology environment, inter alia, including also online grooming. As pointed out by Kendall and Funk prior adopting the fi nal version of the Directive, the directive's uncharacteristically aggressive 'U.S.-style' call for action -including the imposition of minimum terms of imprisonment, the criminalisation of grooming-related off ences, and the enactment of extraterritorial provisions -was explicitly premised. 
Directive 2011/92/EU: Scope of Application
Th e Directive establishes minimum rules concerning the defi nition of criminal off ences and sanctions in the area of sexual abuse and sexual exploitation of children, child pornography and solicitation of children for sexual purposes. It also introduces provisions to strengthen the prevention of those crimes and the protection of the victims thereof.
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Th e Directive is addressed to the EU Member States. Th ey shall bring into force the laws, regulations and administrative provisions necessary to comply with the Directive by 18 December 2013. 40 However, Denmark is not taking part in the adoption of the Directive and is not bound by it or subject to its application. 41 Th e directive introduces a list of conducts, what Member States of the EU shall take the necessary measures to ensure that they are punishable. It contains four groups of off ences, namely:
• off ences concerning sexual abuse (Article 3), • off ences concerning sexual exploitation (Article 4), • off ences concerning child pornography (Article 5), and • solicitation of children for sexual purposes (Article 6).
Solicitation of Children for Sexual Purposes
Solicitation of children for sexual purposes is a threat with specifi c characteristics in the context of the Internet, as the latter provides unprecedented anonymity to users because they are able to conceal their real identity and personal characteristics, such as their age. Member States are encouraged to criminalise the conduct where the solicitation of a child to meet the off ender for sexual purposes takes place in the presence or proximity of the child, for instance in the form of a particular preparatory off ence, attempt to commit the off ences referred to in this Directive or as a particular form of sexual abuse.
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As we have seen the Directive introduces at EU level new off ence -solicitation of children for sexual purposes (Article 6 of the Directive). Under the Directive, the Member States shall take the necessary measures to ensure that intentional solicitation of children for sexual purposes is punishable.
Member States shall take the necessary measures to ensure that punishable is the proposal, by means of information and communication technology, by an adult to meet a child who has not reached the age of sexual consent, for the purpose of engaging in sexual activities with a child, or/and production of child pornography, where that proposal was followed by material acts leading to such a meeting. 43 Moreover, Member States shall take the necessary measures to ensure that is punishable an attempt, by means of information and communication technology, to commit acquisition or possession of child pornography, or/ and knowingly obtaining access (by means of information) by an adult soliciting a child who has not reached the age of sexual consent to provide child pornography depicting that child. 44 In addition to that, Member States shall take the necessary measures to ensure that inciting or aiding and abetting to commit any of the off ences is punishable.
For purposes of the Directive, the term 'child' shall mean any person below the age of 18 years and 'age of sexual consent' shall mean the age below which, in accordance with national law of the EU Member State(s), it is prohibited to engage in sexual activities with a child. 45 Child victims of any of the off ences referred to in the Directive shall be considered as particularly vulnerable victims pursuant to the Council Framework Decision 2001/220/JHA on the standing of victims in criminal proceedings. 46 As far as the term 'child pornography' is concerned, for purposes of the Directive it shall mean: 47 • any material that visually depicts a child engaged in real or simulated sexually explicit conduct, • any depiction of the sexual organs of a child for primarily sexual purposes, • any material that visually depicts any person appearing to be a child engaged in real or simulated sexually explicit conduct or any depiction of the sexual organs of any person appearing to be a child, for primarily sexual purposes, or • realistic images of a child engaged in sexually explicit conduct or realistic images of the sexual organs of a child, for primarily sexual purposes.
In addition to that, it should be noted that Member States shall take the necessary measures to establish their jurisdiction over the off ences referred to in the Directive where the off ence is committed in whole or in part within their territory, or where the off ender is one of their nationals.
48

Conclusion
Grooming is a well-known strategy used by many paedophiles. It is a subtle, painstaking and yet powerfully seductive process, which can take many days, months, or sometimes years, to evolve and prepare the child for sexual abuse. It can allow paedophiles to sexually abuse large numbers of children but remain undetected.
Rapid growth of the Internet and advances in technology mean enormous benefi ts to society. However, it is necessary to recognise that with the spread of the Internet comes the growth in the possibility of the system being abused by sex off enders. Th e Internet has introduced us to many new terms and phenomena. One which has received considerable attention is that of online grooming.
In spite the fact that online grooming is threat at the international level, taking into consideration the principle of nullum crimen sine lege, in most cases it is not possible enforce criminal liability. It is clear that grooming must inevitably be made a criminal off ence in the whole Europe, respectively in all Member States of the EU.
In December 2011 was adopted the Directive 2011/92/EU on combating the sexual abuse and sexual exploitation of children and child pornography. It establishes minimum rules concerning the defi nition of criminal off ences and sanctions in the area of sexual abuse and sexual exploitation of children, child pornography and solicitation of children for sexual purposes. It also introduces provisions to strengthen the prevention of those crimes and the protection of the victims thereof.
Th e Directive introduces at EU level new off ence -solicitation of children for sexual purposes. Member States of the EU shall take the necessary measures to ensure that intentional solicitation of children for sexual purposes is punishable. Th ey shall take the necessary measures to ensure that punishable is the proposal, by means of information and communication technology, by an adult to meet a child who has not reached the age of sexual consent, for the purpose of engaging in sexual activities with a child, or/and production of child pornography, where 48 Article 17 of the Directive. that proposal was followed by material acts leading to such a meeting. Moreover, Member States shall take the necessary measures to ensure that is punishable an attempt, by means of information and communication technology, to commit acquisition or possession of child pornography, or/and knowingly obtaining access (by means of information) by an adult soliciting a child who has not reached the age of sexual consent to provide child pornography depicting that child. In addition to that, Member States shall take the necessary measures to ensure that inciting or aiding and abetting to commit any of the off ences is punishable.
Th e Member States shall bring into force the laws, regulations and administrative provisions necessary to comply with the Directive by 18 December 2013. However, Denmark is not taking part in the adoption of the Directive and is not bound by it or subject to its application.
