A statistical outlook on a retrospective dataset of series from 2009 to 2011 of the database informs for instance on the number of repetition detected or confirmed and increased by forensic case data. Time needed to obtain forensic intelligence in regard with the type of marks treated, is seen as a critical issue. Furthermore, the underlying integration process of forensic intelligence into the crime intelligence database raised several difficulties in regards of the acquisition of data and the models used in the forensic databases. Solutions found and adopted operational procedures are described and discussed. This process form the basis to many other researches aimed at developing forensic intelligence models.
Introduction
Forensic processes are traditionally conceived to support and follow the investigative process from the crime scene to the trial on a case-by-case basis. Nevertheless forensic case data and the results of their analysis convey important but often underestimated information to support the detection of crime repetitions and understand the size, extent, and evolution of crime phenomena [1] , [2] , [3] . Measuring how forensic case data contribute to the understanding of crime problems is a complex tasks [4] . Indeed, the performance of forensic science is more often than not evaluated in terms of crime detection rates or number of identifications [5] . But forensic outcomes can be assessed by considering many other aims like linking crimes, excluding suspects, impacting on the duration of investigations or even reducing the fear of crime (the perception of public safety) [6] . In this article, we focus on the impact of forensic case data to the sustained analysis of crime series mostly, but not exclusively, for high volume crime.
Within intelligence units, crime analysis proceeds through the daily interpretation of crime data coming from new reported cases. They mainly assume the repetitive activity of offenders or group of offenders on the basis of circumstantial data, modus operandi, vehicles, images and others useful situational information collated in separated and dedicated databases. The integration of accurate, timely and useful information produced by the analysis of forensic case data into this intelligence process, what we call forensic intelligence [7] , is assessed and discussed in this article. This contribution of forensic outcomes to the detection and management of crime series is evaluated on the basis of a retrospective dataset extracted from a common database shared by six police forces covering the western part of Switzerland.
The next section addresses the integration of how forensic information has been integrated into this intelligence database. The management of links between crime events through a dedicated model, embedded in the structure of the database, is then explained. The dataset studied is described in the third section.
Results are presented and discussed through three specific questions: How many series are detected by forensic case data ? How many forensic links detect, increase or confirm series?
How long does it take to detect series and what is the impact of the term to integrate links?

Integration of forensic information into the intelligence database
Swiss police forces are organized on three levels, represented by city, state and federal police. The federal police is responsible to conduct investigations mostly in fields related to organised crime, provide international single point of contacts and manages national databases (such as AFIS and DNA databases). 26 state police and 2 city police, of very different sizes, are in charge of the investigations of all the remaining types of crime. Each jurisdiction has a crime analysis team dedicated to the sustained monitoring and analysis of repetitive crimes, mostly high volume crime. Since 1994, four years after the creation of the first crime analysis unit in one state, a regional approach has been settled in the French and Italian speaking parts of Switzerland in order to coordinate intelligence efforts. Intelligence units from the seven states have been grouped into a regional analysis centre, called CICOP (an acronym in French stating the coordination of intelligence effort for operational and preventative efforts) [8] Similar structures have been developed later across the other parts of the country.
Since 2008 a common interstate information platform has been implemented, collating automatically information from the manifold databases located in the six French-speaking states. It is now reachable by all the analysts across police forces. This development was a real challenge as these police are of very different sizes, and cover various types of territories. They are structured differently, and have developed their own computer infrastructure. Legal challenges had also to be overcome.
This shared intelligence database has been developed according to a common methodology that has been devised by crime analysts and continue to iteratively develop over time [8] .
The implemented intelligence process collects information from criminal events, investigations and other sources of data and integrates them into a memory. This memory is specially designed and organized to support various analytical processes. The delivery of targeted products contributes to operational and strategic decisions.
The aim of the platform is to support the follow up of crime phenomena and to detect specific crime series. In this article we will use the term series for cases that are assumed to be perpetrated by the same offender, or by offenders belonging to a same group of criminals. In order to detect and assume the actuality of a series, several types of links between cases are integrated in the database. They are generated by the comparison of situational (e.g. MO, loot, spatiotemporal) and forensic information (e.g. DNA, shoemarks, images), as well as the analysis of stolen and recovered vehicles. In this context, links are considered as an aid to interpret globally the crime environment for intelligence purpose or for investigations, but not as proof of common source dedicated to a Court [1] , [9] . Crime events data are integrated on a daily basis by each state unit and classified according to a harmonized doctrine including modus operandi, loot, spatiotemporal information and a dedicated classification system of events. The information flow is described in Figure 1 . 
DNA
Links between crime scenes are detected through the centralised Swiss DNA database.
When a scene-to-scene DNA match is found, messages are sent to the forensic unit of each state concerned. Depending on a procedure designed in each state, links are then integrated into the shared intelligence database by the forensic unit itself or by the crime analysis unit upon notice from the forensic unit.
Time span between the detection of the mark and the integration of a link in the database is critical. It notably depends on when the decision to send the specimen for profile extraction is taken and on the response time from the laboratory. The later is regulated by an ordinance for the analysis of samples taken from a suspect is shorter (less than 10 days). DNA laboratories suffer in many countries from much longer backlogs that can reduce their relevance for contributing to such intelligence processes.
Shoemarks
Scene linking is conjointly performed by the use of shoemark databases located in each state's forensic unit. Links are generated by the use of a classification system of shoe sole patterns. The comparison process must be rapid and simple in order to absorb the flow of information. It works roughly through a first selection of similar shoe sole patterns from the databases, and then by visual comparison, as no automatic matching algorithm is used [10] .
Due to the fragmentary nature of shoe marks, the systematic comparisons search for same type of sources, rather than for the same source. When similar patterns are detected on different scenes, similarity of possible type(s) of source(s) is thus assumed, showing a proximity between the marks that helps to generate hypotheses about links [11] .
Because the uncertainties prevailing during this process, the rarity of the pattern and known situational information about the cases are also taken into account to infer link's strength from this classification process. In particular, this evaluation is performed according to the structure of crime events during the time period of the crimes when the sole marks have been collected. Even if links based on shoemarks patterns are mostly weak, they are integrated for intelligence purpose to help detect series. Further comparisons and refinement are carried out later when crime series develop and necessitate some crystallisation or shoes of suspects are available and lead to an evaluation that may reach a Court.
Since forensic databases are handled at the state level, regional meetings are organized every two or three months by crime scene examiners to compare marks across jurisdictions.
Between-states (regional) links are then identified and stored in a dedicated database. This system has been developed by the crime analysis unit in order to facilitate automatic importations in the shared intelligence database after each meeting. In parallel, several states integrate almost in real-time (see results below) the links identified within their own database (state level). The integration procedures vary between each state depending on their specific organisation: some forensic units have a direct access to the shared intelligence database, others send listings to intelligence units and, in some states, analysts have access to the forensic databases. For different reasons ranging from their degree of intelligence and forensic awareness to political priorities, only three of the six states introduce systematically these links in the database. Other states integrate them selectively depending on the significance of specific cases. This has been the best consensus that has been found till now, but the methodological framework tends to aspire progressively every state in participating at the same level. But if a series need crystallisation or a suspect is arrested, a full evaluative process occurs.
Images
Fingermarks
No systematic process of linking cases is implemented with fingermarks through the national AFIS database. Only relations between marks and prints from a know suspect are integrated in the intelligence database. However, comparison of fingermarks may be performed on a case-by-case basis, if this type of comparison is judged to be relevant.
Earmarks, glovemarks and toolmarks
Each forensic unit at the state level manually performs earmarks, glovemarks and toolmarks comparisons. Except for particular cases, no systematic regional comparison is performed. In comparison with shoemarks, DNA and Images, theses types of marks are less often detected on crime scenes. This could be due notably to the specific crime situations and modus operandi from which they result, but also because no systematic comparison process is implemented for them. As a consequence, very few links based on earmarks, glovemarks and toolmarks are detected (see description of dataset below). Furthermore no systematic procedures are implemented for their integration in the intelligence database. Nonetheless it happens that during short periods of time, crime scene examiners alert about particular use of types of gloves or tools, or similarities between earmarks collected. This disparate links may drive the analysis units in their crime series detection process. The structure of the intelligence database is devised in order to accept them.
Structure of the memory and counting of links
Of importance is to consider that the database must be simple, input of data rapid, and it must conform to specific organisations that separate forensic from intelligence unit. The fluidity of the process is critical to its usability and performance. Many choices about the devise of the database are derived from these constraints.
Forensic case data, excepting images, are not directly integrated into the database. Indeed, links detected by separated forensic comparisons processes are stored. The main table of the database stores data on the events with most of the information in the form of both codified (e.g. MO, location's type, etc.) and free text fields (e.g. for description, loot, etc.). Links between events are stored in a separate table called "Links". Each link has a specific type: MO, loot, spatiotemporal, series, operations, DNA, shoemarks, earmarks, toolmarks and images. For the purpose of this article we consider all links that are not based on forensic information as grouped into one single category called "situational links", since they are based on environmental information surrounding the cases and modus operandi.
The "Events" and "Links" tables have a many to many relationship (Events_links table) Series of events are reconstructed with all links between events (see Figure 3) . A series is thus the overall set of events linked with all types of links registered. To describe each subset of events linked by one specific type of link, the term "group" (of events) is used. Obviously, these groups overlap, and the junction of them is what we call the series. In order to identify the functions of the links, the sequence of their integration is critical. The creation date of the link in the table "Events_links" is used to determine the temporal order in which the groups have been built. If a specific link was the first created in the series of events, we consider it has detected the series (date 1 of the situational link in Figure 3) . If the link is the first for the event or the only one, we consider it increases the series (for instance date 2 inform that event 3 increase the series based on the situational link). If the link was posterior to another link, we consider it confirms the integration of the case into the series (for instance the shoemarks pattern link confirms the link between event 4 et event 5).
Description of the dataset
In order to evaluate the role of forensic information into the intelligence process, we have selected a subset of series from the database. All the links between crime events introduced between 2009 and 2011 have been taken into account to build the dataset. Table 2 shows the number of series according to their size (in number of events) and the total number of events for each size group (including cases prior to 2009). Of importance is to note that the total amount of events presented isn't the total amount of crime events for the time period. Indeed, crime analysts filter some events that are irrelevant to serial crimes analysis. For instance, some sexual and violence crimes where the perpetrator is known as a member of the family of the victim may not be included. The decision to integrate some crime types may also vary between states.
Sizes of series
Number of series
Ratio of series
Results
How many series are detected by forensic case data?
Number of series Results presented in Table 4 seem to be directly proportional to the number of links integrated into the database. Indeed, the database contains 29% of shoemarks patterns links, 10.5% of DNA links and 5.4% of links based on images (see Table 1 ). Table 6 ). The 73 events linked with both DNA and shoemarks are burglaries, except one vehicle theft.
Number of events
Links types
The event linked with a shoemark and an image is also a burglary. Two of the three events linked with DNA and images are robberies and the last is a card fraud.
The ratio of events linked with both forensic case data and situational information is nearly similar for shoemarks and images, but higher for DNA. But how many of these links have been integrated previously?
How many forensic links detect, increase or confirm series?
Regardless of the fact that the amount of forensic links introduced in the database has increased from 2009 to 2011 (see Table 1 ), the percentage of links that detect or increase series remains almost constant across the years. The results for the whole period are summarized in Tables 7 and 8 . Since one forensic link may link two or many events, calculations have also been done according to the total amount of events linked (see Table 8 ). 
Number of links
Link types
Number of linked events
Link types
How long does it take to detect series and what is the impact of the term to integrate links?
To test the hypothesis that forensic information help significantly to link cases, which would be hardly linked only on the basis of situational information, time periods between the occurrence of cases and when links are registered is calculated. This analysis is also used to test another hypothesis: the longer the delay to link case, the lesser the chance to detect series.
To test these hypothesis, the time spans, expressed in weeks between the date of each crime events firstly linked in each series and the date of creation of the link where computed and compared for each link types (see Figure 4) . The exact date of the event is not always known. In order to simplify, we have chosen the latest date, representing most often when the victim discovered the crime event. More than 63% of events linked with situational information are registered during the first week after the occurrence of cases and 80% during the first three weeks. In comparison 96%
of events are linked with DNA, 69% with shoemarks patterns, and 55% with images more than three weeks after the occurrence of cases. After three month, 95% of all events linked with situational information have been registered. But remaining 29.5% of DNA related events, 4% of shoemarks pattern and 14% of images have still not be detected at this point.
This result tends to show that a substantial proportion of links detected with DNA wouldn't be detected with situational information. This is also true for an important part of events linked with shoemarks patterns and images.
Furthermore, only 2% of linked events with situational information are detected after 6 month, whereas this proportion increases to 19% with DNA and 5.1% with images. This result shows the particular potential of DNA to detect series long after events occurs and in a lesser extent with images. As already noted, time needed to detect links between images may be explained by the time to obtain the images.
Finally, since shoemarks patterns links are integrated by several processes in the database (see section "integration of forensic information into the intelligence database"), a comparison is made between links introduced at the state level and links introduced at the regional level (i.e. after forensic scientists of each state have exchanged shoemarks to detect regional links). Almost 70% of links are introduced during the five weeks after events occurs at the state level, but only 25% of links detected at the regional level (see Figure 5) . Nevertheless, the percentage of links that detect series is almost the same (near 54%) either at state or regional level. Furthermore, the percentage of links that only confirm series is lower at regional level (see Table 9 ). These results show that the celerity of introduction of forensic links in the database is not the only important factor. Despite the fact that the detection of shoemarks pattern links at the regional level takes more time than at the state level, they have the same potential to detect series and have even a better potential to increase already detected series.
Since, the spatial dimension seems to be a critical issue to detect links, Table 10 and not directly a possible common offender, images used to identify links may be blurred, links based on situational information may be assumed on the basis of very specific MO or more common ones, etc. In all cases, DNA offers the most certain relationships than other material evidences, than situational information (with the exception of cases committed the same day in the same place) and than behavioural aspects [11] , [12] .
Disparities observed between types of links may also depend on the nature of each mark.
Shoemarks are visible at the crime scene, allowing crime scene officer to exclude shoes of victims. If attendant knew that a particular shoemarks pattern has already been collected on previous cases, he may recognise it and favour its collection [4] . Globally, the potential of forensic outcomes to detect or increase series is certainly underestimated in this study. We can indeed assume that there are many more links between cases than those who are detected. Several arguments support this hypothesis.
First of all, do scene of crime officers and forensic scientists fully search and exploit forensic case data for intelligence purpose? Since the potential of DNA and shoemarks to link crimes is well known in Switzerland for many years, many efforts are done to use them for this purpose. Nevertheless, other marks like glovemarks, earmarks and toolmarks are much less systematically used to detect links. The difficulty of the comparison processes is probably the main explanation. However, similar approaches as the one used for shoemarks comparisons could be undertook to detect links between types of source if links at the source level are too hard to detect. New developments in automatic comparison systems may also facilitate the detection of links between cases [13] . We should note here that there is even an underestimation of the potential of shoemarks patterns to link cases in the results since not every state integrates them systematically. This situation is the second reason why we assume that much more links should be detected. The overall process from the detection of forensic case data at the crime scene to the integration of a detected link in the database is complex and shall be improved.
Conclusion
The results suggest that forensic outcomes have a great potential to detect crime series.
DNA and shoemarks mainly detect burglaries, while images are better at detecting series of distraction thefts, pickpocketing and larcenies. It is then worth relying on a diversified set of forensic case data to gain better insight on the different types of crimes series. The vast majority of events are linked through only one forensic link type (99.2%), further demonstrating the necessity to use all types of marks for a better detection of crime repetitions.
In the current functioning of the database, results show that 37.8% of all series are initially detected with forensic outcomes (mainly DNA profiles, shoemarks patterns and images).
This amount seems to be directly proportional to the ratio of forensic links among all links integrated. DNA and, in a lesser extent, images offer a great potential to detect series long after events occurred. More often than not, links detected with forensic case data would not be detected with situational information (e.g. MO, loot, spatiotemporal data, etc.). These results show the great impact of the integration of forensic outcomes to detect and follow up crime series.
The integrated processes of shoemarks patterns at state level and regional level have been compared. It shows that the detection of shoemarks patterns links at the regional level takes more time than at the state level. Nonetheless they have the same potential to detect series.
The regional level links have even a better potential to increase already detected series.
The celerity of introduction of forensic outcomes in the database is not the only important factor to strengthen the contribution of forensic case data for intelligence purpose. Although it requires more time, efforts to exchange and compare marks across jurisdictions seems particularly effective. Indeed, multiple states are represented in about 60% of links detected with forensic case data, while this ratio drops down to 15% for situational links.
The use of forensic case data for intelligence purpose should impact at a higher degree the design and architecture of systems dedicated to the sustained monitoring and analysis of repetitive crimes. To achieve this, it is necessary that the forensic analyses in remote laboratories and the routing of information are either accelerated or, at least, better integrated in a workflow tailored for intelligence production. This has still not been fully reached in the current state of the system, indicating that the potential of forensic case data is even better than what the statistical data tend to show.
A more coherent articulation between forensic tasks and the functions of policing should be promoted, in particular for the management of crime scene and the selection of specimens to analyse. Moreover, the integration of forensic case data can supplement information on the structure of criminality and give more insight either for operational or strategic decisions.
Despite the fact that we have limited our results to the contribution of forensic case data to detect, increase, and confirm series, many others analyses could have been carried out, that will be the subject of further researches. We assume that, beyond detecting series and impacting operational actions, forensic outcomes can give interesting strategic insight about the crime environment and should be integrated with criminological researches.
