The global wireless sensor networks market is forecasted to increase at a 14.4% annual growth rate through 2016 (TechNavio, 2013) . This emerging technology trend is fueled by recent availability of sensors that are smaller, cheaper, and more intelligent. Wireless sensor networks have many potential applications in construction management such as progress tracking, equipment management, surveillance, site safety and others. This paper focuses on designing and configuring wireless sensor networks hardware and software for selected construction applications. The framework is design based on application's objective using a rapid prototyping and iterative system refinement mechanism. The rapid prototyping allows early evaluation of the configured system behavior and performance. The proposed design incorporates a self-adaptive computing concept, which is able to self-control its internal functions and operations, while adapting to the continually changing job site environment. Five prototype designs are presented to support current practices of construction operations in outdoor and indoor environments. The paper articulates the designs objectives, system functionalities, hardware constraints and the performance measures. The developed hardware were tested in real time, and quickly adjusted until targeted performance measures were satisfied. The obtained results show the consistency of the developed prototypes with their experimental applications and their efficiency in comparison to traditional practices.
Introduction
Recent advancement in computing and information technologies has presented tremendous opportunities for automation in construction industry. These technologies present advanced methodologies in data acquisition, capable of gathering on-site data wirelessly in near real-time. One of the advents in those technologies is wireless sensors networks (WSN). A number of research efforts have investigated the use of WSNs for building management. Kintner-Meyer (2005) installed wireless temperature sensors in two office buildings for energy monitoring and control. The author reported considerable operational and energy benefits of using wireless sensors. Osterlind et al. (2007) tested and confirmed the feasibility of integrating WSNs with building automation systems, and concluded that such integration would lead to cost savings in building management. Huang et al. (2008) reported an integrated deployment tool for ZigBee-based WSNs, and tested it in an office building. Jang et al. (2008) used WSNs for data acquisition in a web based building environmental monitoring system. Data acquired by wireless sensors is processed and stored by a computer, and then reviewed by users via a web-based interface. Hanne et al. (2012) presented a case study and initial testing of a wireless sensor network (WSN) to support building energy management utilizing Web services and middleware technologies.
The application of WSNs has been extended beyond environmental monitoring to building automation. Feng et al. (2008) proposed a WSNs-based smart sensing and control algorithm, which could adjust the thermal quality of the built environments according to the interior and exterior temperature and the behavior of the inhabitants. Huang et al. (2011) proposed a wireless sensor network (WSN) architecture for building HVAC system monitoring and management. Their network architecture utilizes the benefits of energy harvesting and power line communication. Also some research efforts have investigated the use of WSNs for infrastructure monitoring. Sadeghioon at al. (2014) developed a methodology for leak detection in water pipelines using wireless smart sensor networks. Recent research demonstrated that, data collection technologies and sensors coupled with mobile computers can provide cost-effective, scalable, and easy-to-implement progress tracking at construction sites. Several data collection technologies had been utilized for tracking of construction activities. Xia et al. (2012) proposed the use of wireless sensor network (WSN) for monitoring at construction sites. The author demonstrated the possible benefits of using WSN such as, improvement of construction safety site safety, enhance schedule and progress tracking of construction projects, and control the construction quality supervision.
Although advanced WSN technologies promise a great advantage of deployment in construction, little research have been pursued to provide a solid understanding for exploitation of their configurations and applications in construction management. This paper focuses on designing and configuring wireless sensor networks hardware and software for selected construction applications. The framework is design based on application's objective using a rapid prototyping and iterative system refinement mechanism. The proposed design incorporates a self-adaptive computing concept, which is able to self-control its internal functions and operations, while adapting to the continually changing job site environment.
Rapid Prototyping
The rapid prototyping approach involves production of an early version of the system that illustrates essential features of the later, final operational version. Such process accelerates prototypes development and allows multiple iterations through the refinement process. The iterative mechanism fine tunes the prototype to the needs of the designed application, which leads to a high degree of confidence in the usability of the final end product. In This research modular hardware is used to make rapid prototyping easier, as well as to allow for quicker redesign and the ability to reuse some of the hardware modules. This approach is easy to redesign the platform to adapt the system to different applications. The main features of these modules are low cost, small size, and easy adaptation to different applications. The modular platform used in this research consists of three-layer as shown in Figure 1 . This modular platform is divided into three functional layers: processing, communication, and sensing. The processing layer includes a micro-controller, which gives the platform a great deal of processing power as well as flexibility. 
Prototype Design Objectives
When designing wireless sensor networks for applications in construction management, two major classes of design objectives must be considered; network architecture and application requirements.
Network Topology and Architecture
The topology of a sensor network has significant implications on several network aspects, including network lifetime, routing algorithms, communication range of the sensor nodes and etc. The network architecture requirements contain the physical and logical organization of the network as well as the density of the sensor nodes. In general, the objective of sensor networks is to efficiently cover the deployment area. The logical and hierarchical organization of the network also impacts energy consumption and the selection of communication protocols. In addition, based on topology requirements, sensor networks can have a distributed organization or a clustered organization, where selected nodes can handle data forwarding.
Application Requirements
The required information that is to be relayed through the sensor network should be classified and quantified. These requirements can be achieved by a comprehensive analysis of the construction automation applications. Based on the application requirements, the properties of individual sensor nodes can also be identified which impact network modeling and communication protocol choices. Full consideration of the different sensor network options and how will they fit the targeted application is critical for a successful implementation.
Applications Classes of WSN in Construction
Three application classes are selected: infrastructure data collection, operations monitoring, and location tracking. We believe that the majority of wireless sensor network deployments will fall into one of these class templates.
Infrastructure Data Collection
A typical infrastructure data collection application is one where an engineer wants to collect several sensor readings from a set of points in an infrastructure over a period of time in order to detect trends and interdependencies. Data is collected from hundreds of points spread throughout the area and then the data is analyzed offline. The data is collected over several months or years in order to look for long-term and seasonal trends. For the data to be meaningful it would have to be collected at regular intervals and the nodes would remain at known locations.
In infrastructure monitoring applications, it is not essential that the nodes develop the optimal routing strategies on their own. Instead, it may be possible to calculate the optimal routing topology outside of the network and then communicate the necessary information to the nodes as required. This is possible because the physical topology of the network is relatively constant. Tree-based routing topology is typically used (Figure 2) , where each routing tree is rooted at high-capability nodes that sink data. Data is periodically transmitted from child node to parent node up the tree-structure until it reaches the sink. With tree-based data collection each node is responsible for forwarding the data of all its descendants. Nodes with a large number of descendants transmit significantly more data than leaf nodes. These nodes can quickly become energy bottlenecks (Xu et al. 2001 , Yarvis et al. 2002 . For illustrative purposes, we consider a WSN consisting of a set of sensor nodes, and each node has three main hardware components, sensors, filters and microcontroller, and radio for wireless communication. Figure 3 is a schematic of the major components of a node. For the measurement of accelerations, a commercially available accelerometer sensor is used to measure the acceleration in the three axels. An Xbee communication module is used to connect and send the collected data through the wireless network. This communication module has a coverage range of 150 m and 250 kbit/s data transfer rate. Table 1 summarizes the empirical performance of the platform we presented in this research. The key performance metric is energy efficiency, which we measure as mj/day to accomplish the task. The measurement is based on data collection every 4 seconds, averaged and transmitted once every 5 minutes. Each node had a maximum of 5 children nodes and one parent node.
In order to meet the strict alarm propagation requirements, each node must also be continually ready to forward alarm messages. This means that they must be frequently checking the RF channel for activity. The relatively high frequency of the wake-up check makes it the single largest consumer of energy in the design. Taken together, the three optimizations (RF wake up, time synchronization, and high-speed communication) reduce energy consumption of the active part of the application by two orders of magnitude. 
Site Safety and Security Monitoring
Safety and security monitoring networks are composed of nodes that are placed at fixed locations throughout an environment that continually monitor one or more sensors to detect an anomaly. Such networks are not actually collecting any data; this has a significant impact on the optimal network architecture. Each node has to frequently check the status of its sensors but it only has to transmit a data report when there is a safety or security violation. The immediate and reliable communication of alarm messages is the primary system requirement. These are "report by exception" networks. Additionally, it is essential that it is confirmed that each node is still present and functioning. If a node were to be disabled or fail, it would represent a violation that should be reported. The network must be configured so that nodes are responsible for confirming the status of each other. One approach is to have each node be assigned to peer that will report if a node is not functioning. The optimal topology of a security monitoring network will look quite different from that of a data collection network. The optimal configuration would be to have a linear topology that forms a Hamiltonian cycle of the network ( Figure  4) . The power consumption of each node is only proportional to the number of children it has. In a linear network, each node would have only one child. This would evenly distribute the energy consumption of the network. The accepted norm for such systems today is that each sensor should be checked approximately once per hour. Combined with the ability to evenly distribute the load of checking nodes, the energy cost of performing this check becomes minimal. A majority of the energy consumption in a safety and security networks is spent on meeting the strict latency requirements associated with the signaling the alarm when a violation occurs.
A safety monitoring system consists of a gateway node and a number of mobile nodes assigned to labor and machinery. This system can detect the presence of worker in the red zone of heavy equipment by continually measuring the proximity between them. The network consists of a set of sensor nodes, and each node has three main hardware components, sensors, filters and microcontroller, and radio for wireless communication. The Bluetooth module is used to connect and send the collected data through the wireless network. This communication module has a coverage range of 100 m and 1 Mbit/s data transfer rate, which is required for low data latency. Also each node is equipped a 100 db buzzer for alarming. If a safety violation is detects an audible alarm for the equipment operator and the worker is initiated, also the machine control is disabled for hazard prevention as shown in Figure 5 . 
Construction Operation Monitoring and Tracking
Monitoring and tracking of construction operation requires tracking of a tagged object through a region of space monitored by a sensor network. Current inventory control systems attempt to track objects by recording the last checkpoint that an object passed through. However, with these systems it is not possible to determine the current location of an object. With wireless sensor networks, objects can be tracked by simply tagging them with a small sensor node. The sensor node will be tracked as it moves through a field of sensor nodes that are deployed in the environment at known locations. Instead of sensing environmental data, these nodes will be deployed to sense the RF messages of the nodes attached to various objects. The nodes are used as active tags that announce the presence of a device. The optimal configuration would be to have a mesh topology with autonomous mobile mesh nodes as shown in Figure 7 . The added mobile mesh nodes, which move with their mesh clients, enhance the performance of the typical mesh topology and provide the intelligence to dynamically adapt the network topology to provide optimal service (Wei et al. 2014 ). 
Conclusion
This paper focused on designing and configuring wireless sensor networks hardware and software for selected construction applications. The framework is design based on application's objective using a rapid prototyping and iterative system refinement mechanism. The rapid prototyping allows early evaluation of the configured system behavior and performance. The proposed design incorporates a self-adaptive computing concept, which is able to self-control its internal functions and operations, while adapting to the continually changing job site environment. Five prototype designs are presented to support current practices of construction operations in outdoor and indoor environments. The paper articulated the designs objectives, system functionalities, hardware constraints and the performance measures. The developed hardware were tested in real time, and quickly adjusted until targeted performance measures were satisfied. The obtained results show the consistency of the developed prototypes with their experimental applications and their efficiency in comparison to traditional practices.
