Abstract. An important aspect of cryptography with matrices is that given N × N matrix P over a field F find a class of matrices G over F such that the associated doubly circulant matrix G c is singular in order that the equation AGB = P in circulant matrices A, B has infinitely many solutions. The aim of this note is to present such a class of matrices G. We also present a direct method of finding the inverse of a symmetric circulant matrix of order n, a b b ... b where a + (n − 1)b = 0.
Introduction
Cryptography enables us to store sensitive information or transmit it across insecure networks, like the Internet, so that it cannot be read by anyone else except the intended recipient. Cryptography is the science of using mathematics to encrypt and decrypt messages. In cryptographic terminology, the original, undisguised message is called plain text or cleartext. Encoding the contents of the message in such a way that it hides its contents from outsiders is called encryption. The encrypted message is called ciphertext. The process of retrieving the plaintext from the ciphertext is called decryption. The Principal Goal of (Public Key) Cryptography is to allow two parties to safely exchange confidential information, even if they have communicate only via a channel that is being monitored by an adversary. Mukhesh kumar Singh [1] gave an algorithm for public key cryptography using simple multiplication of matrices over a given commutative ring and transformed to the cryptography problem to the matrix equation AGB = P in circulant matrices A, B has infinitely many solutions found and obtained a condition for existence of the solution in terms of G namely that the determinant of the doubly circulant coefficient matrix G is zero. We present a large class of G for which |G c | is zero. The eigen values of the circulant matrix (a 1 a 2 a 3 ...a n ) of order n are given by
, when n is odd. 
In particular a circulant matrix
A = (a b b b ...b) of order n is symmetric when n is even (or) odd.
. b of order n is
Proof. Using Gauss-Jordan reduction method by writing A and the unit matrix I side by side
Continuing this way with a sequence of row operations, we finally get −1)b) ... 
Symmetric Circulant Matrices in publickey cryptography

Doubly Circulant Coefficient Matrix :
The coefficient matrix corresponding to a matrix G denoted by G c is a doubly circulant matrix formed as follows.
t be a n × n matrix G, R i representing the i th row and M R i be the n × n circulant matrix obtained by cyclically shifting R i . Then the doubly circulant
Trapdoor function:
If we take two random circulant matrices A of dimension N × N and B of dimension M × M and calculate P = AGB where G is an N × M base matrix, then it is difficult to get A and B from P and G over a chosen ring. Where  F (A, B) = AGB serves as a Trapdoor function. In publickey cryptography with matrices in the trapdoor function P = AGB ,if G is chosen such that doubly circulant matrix |G c | = 0, then it is difficult to find the circulant matrices A and B. 
Writing
It follows that
The above system has an infinite number of solutions for x 1 , x 2 , x 3 , x 4 as the determinant of the coefficient matrix is zero. Therefore it is difficult to find the matrices A and B in the trapdoor function. This method can be extended for any n as follows:
If g = 0 write g 1 = g and g 2 = g 1 n 2 −1 for n > 1 and n×n matrix G = (g 1 g 2 ... g 2 ) Clearly |G c | = 0 where G c is the coefficient matrix of the system AXB = P so that it has infinitely many solutions A and B.
