I. INTRODUCTION
The advent of Internet along with progress made by digital technology gave the world of communication a new dimension. Exchange of digital documents, images, audio and even video via Internet is fast, cheap and simple. This ease of communication brought along with it, problems of security. Digital media are easy to intercept, forge, tamper, copy and distribute illegally. Thus, issues dealing with digital data security and copyright protection are receiving growing attention. Steganography is one such means of achieving security by hiding the data to be communicated within a more innocuous data. The main goal of Steganography is higher capacity and security of the confidential message. A typical steganographic system consists of a cover media into which the secret message is embedded. The resultant is called the stego media [1] . So far, many steganographic methods have been proposed [2] , [3] , [4] , [5] , [6] . The most common of these is replacing least significant bits (LSB) of the pixels with the secret message. The basic drawback of this method is that all pixels cannot endure same amount of change and hence distortions are more visible. To obtain better visual quality of the stego-image obtained by simple LSB, Chan and Cheng [2] proposed the optimal pixel adjustment process (OPAP). OPAP is applied on the stego image such that the resulting pixel value is much closer to the original value. Both these methods are non-adaptive. Wu and Tsai [3] have proposed an adaptive method based on inter pixel relationship where the number of secret bits to be embedded is variable. This method greatly enhanced the stego image quality. In this paper, we proposed three efficient steganographic methods that utilize the neighborhood information to estimate the amount of data to be embedded into an input pixel of cover image without producing perceptible distortions. The neighborhood relationship decides the smooth and edged areas of an image. Small amount of secret information is embedded into the smooth areas whereas a large amount is embedded into the edged areas. This is based on psycho visual redundancy in gray scale digital images that edged areas can tolerate greater distortion compared to smooth areas. In our schemes we embed a fixed three bits of information in smooth areas. A variable number of bits are embedded into the edged areas. Though more than half of the total number of pixels of an image is exempted from hiding secret information, where methods discussed in [3] and [8] use almost all the pixels of an image for the same amount of hiding capacity, a significantly higher hiding capacity has been achieved.
II. PROPOSED METHODS
Our proposed methods take advantage of psycho visual redundancy and the dependency of a pixel on its surrounding neighbors. The correlation between a pixel and its neighbors decides whether it is located in smooth area or in edged area.
A. Four Neighbors Method
This method takes into consideration the upper, lower, left and right neighbors of a pixel. The cover image is scanned in a raster scan order considering every second pixel from left to right starting from the second row till the (N-lyh row. In Fig. 1 , the white pixels (Used pixels) represent the pixels into which bits are embedded. The black pixels are Unused, that is, they do not contribute to the embedding process. The striped pixels remain unchanged. Unchanged pixels are the neighborhood pixels. These are not used for embedding data bits but are used for calculation. Thus they differ from Unused pixel which serve no purpose (embedding or calculative). To explain further, reference is made to Fig. 1 ( 4) Extraction is the reverse of the embedding. The difference value d,* is calculated for every white pixel using equation (1) . Based on d i *the secret information b is obtained.
b is converted into its binary representation which consists of n bits. The falling off boundary condition is also considered to decide whether the pixel contains secret information or not. 
B. Diagonal Neighbors Method
This method determines the smooth and edged areas in the cover image based on a pixels relationship with its diagonal neighbors.
The secret information is a text file. The file is converted into binary prior to the embedding process. 
Sometimes, the new value of pixel Pi may fall off the boundary of the range [0,255]. In those cases, the falling off boundary condition for the embedding process is verified as in [7] . If a pixel satisfies the condition then it is not used for embedding. Two cases for deciding whether a pixel is in a falling of boundary condition are: (6) As in the previous method, three bits of secret information are embedded into the smooth areas and n bits are embedded into the edged areas. Fall off boundary conditions are modified for diagonal neighbors such that a pixel is used for embedding or exempted based on the average of diagonal neighbors.
c. Eight Neighbors Method
As the name implies, this method makes use all the eight neighbors of a pixel in a 3x3 region. Hence the smooth and edged areas are much more accurate than the previous two methods. This method results in a stego image with imperceptible quality. The remaining steps for embedding are the same as the previous two methods. The fall off boundary condition takes all eight neighbors into consideration. The extraction steps are the same as discussed in the first method except that eight neighbor pixel values are used. 
III. EXPERIMENTAL RESULTS AND DISCUSSIONS
In this section, we present the experiments carried out to justify our proposal and discuss the corresponding experimental results along with the future extension of our proposal. 
A. Experimental Results
Some standard 512 X 512 gray scale images are used as the cover image. A secret message is created to be hidden in the images. We have used the Peak Signal-toNoise Ratio (PSNR) to measure the quality of the stego images. PSNR is a statistical measurement used for digital image/ video quality assessment. Larger PSNR indicates better quality of the image or in other terms lower distortion. An image of high quality raises no curiosity to the observer when compared to images wherein a large portion is heavily distorted. And the human eye is keen in looking for problems and problematic areas. The larger the PSNR value the smaller the possibility of visual attack by human eye [8] . In Fig. 4 , four of the standard gray scale images, named Lena and Baboon, Peppers, Tank, have been shown. These four images can exhibit us how the amount of smooth regions and edged regions in an image influences the embedding capacity and PSNR. It is seen from Fig. 5, Fig. 6 and Fig. 7 that, the distortions take place in the stego images due to embedding a large amount of secret message using Four Neighbors Method, Diagonal Neighbors Method and Eight Neighbors Method are unrevealed to human eye. In addition, the image Baboon is comparatively more edged than the image Lena because it contains more edge areas where the gray scale variation is very frequent. Thus it has a greater embedding capacity than that of the image Lena. The data displayed in Table I, Table II and Table III have the same opinion about what discussed in the previous paragraph. Moreover, the proposed methods use less than half of the total number of pixels in an image where methods discussed in [3] and [8] use almost all the pixels of an image for the same amount of hiding capacity. For instance, Four Neighbors Method uses only 130048 pixels ofthe image Lena to hide 392208 secret bits. And in case of the image Baboon, the number of pixels used to embed 435223 secret bits is 129488. It can be added that, the total number of pixels in a 512x512 gray scale image is 262144. . Basically Na-I Wu increased the message capacity by hiding more data in the lower level. For higher level he used Wu-Tsai's scheme. In Na-I Wu's method, secret data have been hidden in the smooth areas and edged areas by LSB substitution method and PVD method respectively. Like Wu-Tsai's method, Na-I Wu's method also has the shortcoming that while the receiver extracts secret messages; the original range table must be present. The problem is removed by our proposed methods, as our proposed methods do not use any range table. Another point is that, Wu-Tsai's method modifies more pixels (almost all of the pixels in an image) of an image in hiding information for the same capacity while our proposed schemes modify a smaller number of pixels (less than half of the total number of pixels in an image).
C. Discussions
All three proposed methods implemented the adaptive method of steganography, that is, the amount of secret bits to hide is variable. Thus the quality of stego images is progressively improved. The first method is Four Neighbors Method, which can hide a large number of secret bits in digital images and can maintain a very good PSNR. The second method Diagonal Neighbors Method, can hide more bits thaF our Neighbors Method. However this is accomplished by sacrificing the PSNR. The PSNR values are slightly less than in Four Neighbors Method, but are still good. In Diagonal Neighbors Method, the maximum capacity for the same image is much more than in the Four Neighbors Method. The reason is that, pixels are more related to its four neighbors, difference is not so larger and thus they are closed. The difference between the pixel and its diagonal neighbors is slightly larger and so it can hide more bits. The third method that we proposed for Steganography is Eight Neighbors Method, where a large number of pixels remain unchanged, but hiding a considerable amount of secret data. Our secret information can first be encrypted and then embedded. In this way we provide an extra layer of security to our systems. Combining LSB method [2] with our proposed scheme may lead to increased data hiding capacity. This is because our proposed schemes leave almost half of the total number of pixels in an image unused (Le. these pixels are used neither for embedding nor for calculation), These Unused pixels can be used for embedding. LSB substitution may be used as the method for embedding bits of secret information into the unused pixels. Introducing flags for detection of any kind of manipulation such as change of a bit due to transmission errors or intruders or image processing operations such as cropping and rotation, can help detect whether the stego image contains the exact information or not. This flag may be a bit in the unused pixels or can be included in the image header.
IV. CONCLUSIONS
We have proposed three novel and efficient steganographic methods to embed secret information into images without producing perceptible distortions. The methods do not require referencing the original mage when extracting the embedded data from a stegoImage. The method utilizes the neighborhood information to estimate the amount of data that can bẽ mbedded into an input pixel of cover image. The pixels In edge areas may embed more data than those in nonedge areas. Our experimental results have shown that the proposed method provides an efficient way for embedding large amount of data into cover images without making noticeable distortions. Moreover, the proposed methods use less than half of the total number of pixels in an image where methods discussed in [3] and [8] use almost all the pixels of an image for the same amount of hiding capacity.
