Voice over Internet Protocol (VoIP) is one of the most important technologies in the world of communication.
INTRODUCTION
The ability to communicate properly over long distances has become an integral part of society today. Businesses are expanding to different regions in the world, but need to keep the same deadlines .This means it is necessary for employees in two different regions to communicate with each other over long distances, cheaply and trouble free. The public switched telephone network (PSTN) [6] has developed itself to accommodate these requirements. The internet has become a very popular means of communication in a very short period of time. It was set up as a network where people could share files and access other peoples work. It has since established itself as a massive communication infrastructure that provides many services such as electronic mail .In the recent years it has further developed itself into providing Internet Telephony or Voice over internet protocol (VOIP).
The IEEE 802.16 standard (popularly known as WiMAX) defines high range and high bandwidth wireless access for fixed and mobile users. WiMAX networks provide voice, data and video services. The fixed wireless version of WiMAX has the potential to replace DSL and/or cable internet for broadband service. The mobile wireless version of WiMAX [7] has the potential to replace, or at least enhance, cellular networks, including 3G networks. In this paper the performance of different routing protocols for VoIP application in WiMAX networks are evaluated.
The outline of the rest of the paper is as follows: In Section 2 we give a general overview of the VoIP and IEEE 802.16 WiMax network; In Section 3 Describes the routing protocols used with VoIP and CBR connection. Section 4 we analyses the characteristic of VoIP [1] traffic for wireless network In comparison with CBR using network simulator. In Sections 5 we describe our experiments and show our results; Section 6 concludes the paper.
BACKGROUND
In this section we will give general overview of the VoIP Architecture and IEEE 802.16 Wi-Max network.
Overview of VoIP
VoIP (Voice over IP) is an IP telephony term for a set of facilities used to manage the delivery of voice information over the Internet. VoIP involves sending voice information in digital form in discrete packets rather than by using the traditional circuit-committed protocols of the Public Switched Telephone Network (PSTN). A major advantage of VoIP and Internet telephony is that it avoids the tolls charged by ordinary telephone service by making use of the existing DSL/Cable lines, thereby reducing the overall call cost to the service provider and the end customer [2] . The QualNet VoIP traffic generator model simulates end to end voice conversations. The initiator and receiver generate real time traffic with an exponential distribution function that simulates a real life telephone conversation. VoIP uses a wide variety of protocols to provide the above mentioned services. H323 and SIP are the broadly used protocols for call signaling and management purposes. Once the session is established, the actual data is carried over RTP packets. RTCP is a companion control protocol to RTP that is used to collect endto-end information about the quality of the session to each participant.
VoIP systems employ session control protocols to control the set-up and tear-down of calls as well as audio codecs which encode speech allowing transmission over an IP network as digital audio via an audio stream. Codec use is varied between different implementations of VoIP (and often a range of codecs are used); some implementations rely on narrowband and compressed speech, while others support high fidelity stereo codecs.
VoIP [5] represents the next generation in communication services. By moving voice services to the data network, we eliminate a separate, managed voice infrastructure and dramatically reduce the cost of telephone moves, add and changes. Placing voice calls over the data network will require Stanford to take steps, including equipment upgrades, to support time sensitive applications such as voice.
The advantages of selecting IP telephony include providing for accommodation of long range developments in networking and telephony services and products, potentially lowering certain personnel and infrastructure costs over time. By controlling the network that VoIP calls travel on, you control the "quality" of the call, allowing businesses to have near "toll quality" calling as we all have been used to for the last 100 years.
By using VOIP telephone calls over the Internet do not incur a surcharge beyond what the user is paying for Internet access, much in the same way that the user doesn't pay for sending individual e-mails over the Internet. Digital lines increase the quality of your calls. Save money on your international calls with VoIP's low rates to countries all around the world.
VoIP can turn a standard Internet connection into a way to place free phone calls. The practical upshot of this is that by using some of the free VoIP software that is available to make Internet phone calls, you're bypassing the phone company entirely. VoIP is a revolutionary technology that has the potential to completely rework the world's phone system. VoIP is basically a clever "reinvention of the wheel." It's an emerging technology, which will more than likely one day replace the traditional Phone system entirely. 
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ROUTING PROTOCOLS IN QualNet 4.5.1 SIMULATOR 3.1 Bellman-Ford Routing Protocol
Bellman-Ford Routing Algorithm, also known as FordFulkerson Algorithm, is used as a distance vector routing protocol. Routers that use this algorithm have to maintain the distance tables, which tell the distances and shortest path to sending packets to each node in the network. The information in the distance table is always updated by exchanging information with the neighbouring nodes. The number of data in the table equals to that of all nodes in networks. [11] The columns of table represent the directly attached neighbours whereas the rows represent all destinations in the network. Each data contains the path for sending packets to each destination in the network and distance/or time to transmit on that path. The measurements in this algorithm are the number of hops, latency, and the number of outgoing packets.
Ad-Hoc on Demand Distance Vector Routing Protocol
AODV protocol is specially used for mobile ad hoc networks. It provides a quick adaptation to dynamic link condition, link fault, low processing and memory usage overhead. It enables dynamic, self-starting, multihop routing between participating mobile nodes wishing to establish and maintain an ad hoc network. AODV [8] allows mobile nodes to obtain routes quickly for new destinations, and does not require nodes to maintain routes to destinations that are not in active communication. AODV allows mobile nodes to respond to link breakages and changes in network topology in a timely manner. It uses sequence numbers to prevent routing loops.
Fisheye Routing Protocol
Fisheye State Routing (FSR) [9] is a link state type protocol that maintains a topology map at each node. FSR differs from the standard link state algorithm in the following reason having only neighbouring nodes exchange the link state information and utilizing only time-triggered, not eventtriggered link state exchanges.
In FSR, every update message doesn't contain information about all nodes in the network. Instead, information about closer nodes is exchanged more frequently than it is done about farther nodes, thus reducing the update message size. The center node has most up to date information about all nodes in the inner circle and the accuracy of information decreases as the distance from node increases. This procedure of dividing the network into different scope levels is done at each node, meaning that it is independent on a central entity. Even if a node doesn't have accurate information about far away nodes, the packets will be routed correctly because the route information becomes more and more accurate as the packet gets closer to the destination. This means that FSR scales well to large networks as the overhead is controlled.
TESTBED DEPLOYMENT
This section describes the experimental testbed that has been set up to evaluate VoIP traffic and CBR traffic over WiMAX network using QualNet network simulator. Wi-MAX network testbed has been developed using QualNet 4.5.1 simulator [11] . QualNet 4.5.1 has several core components as well as add-on-components. It is state of art simulator for large, heterogeneous networks and the distributed applications that execute on that. Four wireless subnets are created with 1 BS in each subnet shown in figure 1 . The BSs from node 1 to node 4 are deployed along a highway to cover the route that node 5 drives from one point home to another point office.
[10] The BSs are connected to a switch center node 6 by wired links. When node 5 drives along the highway, node 5 communicates with node 7 and the communication is handovered from BS 1 to BS 2 to BS 3, and finally to BS 4. First we simulated below scenario by sending packet using CBR traffic generator protocol and AODV routing protocol and simulated same scenario by changing the routing protocol. To check the performance of the routing protocol with traffic generator we used VoIP traffic [12] generator protocol and analyzed the result by enabling the different routing protocol. 
EXPERIMENTAL RESULTS
Testing is conducted by the simulation mode for the wireless network. However simulation isn't always viewed as valuable or viable tool for comprehensive performance testing and evaluation, as there are vast differences in model fidelities and levels of abstraction between the actual system and the simulated model. In simulation, the model is often simplified or abstracted, which can mask the very phenomena (e.g., adaptive behavior) that are captured during testing on physical test beds. We tested our simulation scenario first with CBR link using different protocol. Using AODV protocol we tested our scenario figure 1 with CBR link by sending 9,400 packets shown in figure 2 and while reception of the traffic received by the CBR server is 8000 shown in the fig 2. Similarly Bellman ford and fisheye routing protocol had shown in the figure 3 and figure 4 respectively. Using these results we can predict that using CBR link AODV is efficient protocol compared to bellman ford and fisheye.
Second step we tested our simulation scenario with VoIP link using different protocol. Total number of voice packet sent from VoIP source to VoIP server shown in the table 1 using different protocol. Simulated result for sending VoIP client and VoIP server communication and total packet received by the VoIP server using different protocol showed in Figure 5 , 6 and 7. After analysis we predicted that using VoIP traffic AODV, Bellman ford and Fisheye routing protocols works efficiently in our result.
CONCLUSIONS AND FUTURE WORKS
The paper focuses on the survey on VoIP linking over CBR linking, over three different implementations. Using the features of point to multicast mode simulation and calculations is concluded that VOIP emerges as the more efficient service-provider. The total packet sent and average packet lost rate, as can be observed for the results table 2, is considerably packet loss ration higher in CBR compared to VOIP traffic generator application.
As mentioned earlier, our research work has implemented scenarios in their ideal form. Future work will involve simulating scenarios that are closer to the real world models. Effects and consequences QoS factors, delays, packet loss probabilities and other environmental factors [13] will be considered in the future studies.
