Wireless Mesh Networks (WMNs) have emerged as a key technology for next-generation wireless networking. Routing is a key factor for transfer of packets from source to destination. Every routing protocol has its own advantages and disadvantages. So selection of routing protocol is important for any network. Learning about advantages and disadvantages of protocols help us to know the effective selection of routing protocol for a network. This paper mainly deals how a protocol behaves differently according to network topology changes.
INTRODUCTION
In Wireless mesh networks (WMNs) the communication is through radio nodes organized in the mesh topology. The primary advantages of a WMN lie in its inherent fault tolerance against network failures, simplicity of setting up a network, and the broadband capability. Although by definition a WMN is any wireless network having a network topology of either a partial or full mesh topology, practical WMNs are characterized by static wireless relay nodes providing a distributed infrastructure for mobile client nodes over a partial mesh topology. Due to the presence of partial mesh topology, a WMN utilize multihop relaying similar to an ad hoc wireless network.
The routing protocols in WMN are classified into reactive and proactive and hybrid protocols. The reactive protocols are Adhoc on Demand Distance Vector(AODV) , Dynamic Source Routing(DSR) , SRCRR, Link Quality Source Routing(LQSR) ,Multi radio LQSR(MRLQSR) . The proactive protocols are Optimized Link State Routing (OLSR), Destination Sequence Distance Vector(DSDV), Scalable routing using heat protocols. The hybrid protocol is MSR protocol [2] .
The general routing requirements of any routing protocol is scalability, reliability, throughput, load balancing, and congestion control.
The special routing metrics of WMN protocols are Expected number of Transmissions (ETX), Expected Transmission time (ETT),Weighted Cumulative ETT (WCETT) [1] . During the early stages, WMN used many of the Adhoc protocols for routing. But these protocols does not follow ETX,ETT,WCETT metrics, so it failed to achieve reliability, scalability, throughput, load balancing, congestion control over WMN. Section 2 deals with description of reactive routing protocols, Section 3 deals with proactive protocols their advantages and disadvantages. Section 4 deals with conclusion.
REACTIVE PROTOCOLS:

DSR Routing Protocol:
DSR stands for dynamic source routing, it is a reactive type of protocol which means that it discovers the route from source to the destination if required. The source will check in its route cache whether there is a valid route to the destination or not. If there is a route, the source will keep a copy of route in the packet to be sent. The packet will route according to the route present in the packet. If the route is not present then a route request is generated by the source. The host which receives the route request will perform the following operations. [3] If the pair initiator address, request id for the route request is found in this host's list of recently seen requests, then discard the route request packet and do not process it further. Otherwise, if the host's address is already listed in the route record in the request, then discard the route request packet and do not process it further. Otherwise, if the target of the request matches this host's own address, then the route record in the packet contains the route by which the request reached this host from the initiator of the route request. Return a copy of this route in a route reply packet to the initiator. Otherwise, append this host's own address to the route record in the route request packet, and rebroadcast the request. So the route by which the request packet reaches the destination is sent to host by keeping it in the route reply packet. If there is a link breakage during the transmission of packets then a route error is returned to source.
Advantages:
Nodes can store multiple paths to destination. Another advantage of DSR is that it does not require any periodic beaconing (or hello message exchanges), therefore nodes can enter sleep node to conserve their power.
Disadvantages:
This protocol is not scalable for the WMN. This is only suitable for the small networks.
When the traffic load is high congestion will occur and it has poor mechanisms for controlling congestion. When network size, node mobility, network load increases then delay rate increases more when compared to other protocols.
AODV Routing Protocol
AODV is a very popular routing protocol. It is a reactive routing protocol. Routes are set up on demand, and only active routes are maintained. This reduces the routing overhead, but introduces some initial latency due to the on-demand route setup.
AODV uses a simple request-reply mechanism for the discovery of routes. AODV protocol mainly involves 3 packets. They are [4] 1. Route Request (RREQ) 2. Route Reply (RREP) 3. Route Error (RERR)
The route request (RREQ) is mainly used for the establishment of packets from source to destination. The route reply (RREP) is sent by the destination to the source after the establishment of route. The route error (RERR) is sent by intermediate node or destination in 2 conditions (i) when there is no path to the destination (ii) when the link breaks in the valid path to the destination.
The source will first broadcast the RREQ packet by keeping the source and destination IP address in the RREQ packet. The packet will be received by the intermediate node and the intermediate node will check whether there is a valid route to the destination or not. If it has, then the RREQ is again rebroadcasted other wise route error will be sent to the source. The duplicates of route request packets can be discarded by route request id present in the RREQ packets. When the destination gets the route request packets in different paths it considers only one path as a valid path i.e. the path along which it receives the route request first, other paths are discarded. Destination sends the RREP packet back to the source with the path details from source to destination.
Advantages:
Does not need any centralized system to handle routing process. Reacts quickly to the topological changes AODV is loop free and avoids count to infinity problem.
Disadvantages:
Shortest path may be lost due to traffic during the path discovery process. AODV do not utilize any congestion control or avoidance mechanism to balance traffic load. The delivery ratio of AODV drops dramatically from more than 90% to about 28% when the number of connections increases from 10 to 50 [5] .
The delivery ratio of AODV decreases faster when there is more than 20 mobile nodes. Power consumption is also high
SrcRR Routing Protocol
SrcRR is an extension of DSR. SrcRR mainly deals with throughput by considering link loss and transmission bit-rate and transient bursts. This protocol mainly deals with the ETX metric. ETX is the expected transmissions required to transmit the data packet from one node to another.
Every node running SrcRR maintains a link cache, which tracks the ETX metric values for links it has heard about recently [6] . Whenever a change is made to the link cache, the node locally runs Dijkstra's weighted shortest-path algorithm on this database to find the current, minimum-metric routes to all other nodes in the network. To ensure only fresh information is used for routing, if a link metric has not been updated within 30 seconds it is dropped from the link cache [6] . When a node wants to send data to a node to which it does not have a route, it floods a route request. When a node receives a route request, it appends its own node ID, as well as the current ETX metric from the node from which it received the request, and rebroadcasts it. A node will always forward a given route request the first time it receives it. If it receives the same route request again over a different route, it will forward it again if the accumulated route metric is better than the best metric it has forwarded so far. This ensures that the target of the route request will receive the best routes.
Advantages:
Finds routes with high throughput rates. The use of ETX metric penalizes ETX both long routes and routes that include links with high forward or reverse loss.
Disadvantages :
SrcRR is not likely to scale to more than a few hundred nodes. The source will switch for a new route only when the current root ETX metric is twice as that of the new route.
A node forwards a query if it has not seen the query before, or if the query's total route metric is better(lower) than the best instance of the query the node has yet seen. This increases the amount of query traffic.
LQSR routing protocol:
This is a reactive type of protocol. This protocol is a extension of DSR. This extends DSR by adding some of the metrics to DSR. The metrics are HOP: shortest-path routing closest to DSR, RTT: round-trip time latency, PktPair : packet-pair latency, ETX: expected transmission count. The RTT is estimated by sending the probe messages over each channel and measure the roundtrip time (RTT) of the probes. A weighted average value called Smoothed RTT is introduced to estimate the quality of the link .The advantages of using the metrics are the RTT metric is designed to avoid highly loaded or lossy links. Pktpair is designed to correct the problem of distortion of RTT measurement due to queuing delays.
A node sends two probe packets back-to-back to each neighbor every 2 seconds. The first probe packet is small, and the next one is large. The neighbor calculates the delay between the receipt of the first and the second packets. It then reports this delay back to the sending node.
The expected number of transmissions required to successfully deliver a packet from one node to another node is denoted by ETX: The path metric is the sum of the ETX values for each link in the path. The routing protocol selects the path with minimum path metric.
Advantages:
Modifications are no required for higher level and link layer software. Increases throughput as it considers the ETX metric for routing.
Disadvantages:
ETX, RTT, PktPair only considers loss rates on the links and not their data rate. Scalability is not provided. ETX is designed to give preference to shorter paths over longer paths, as long as loss rates on the shorter paths are not significantly higher. Some overhead is provided due to probe packets.
MR -LQSR routing protocol
This is based on LQSR introducing a new metric of WCETT. Multi-radio(Lqsr) assigns a weight to the links a node has with its neighbor. Uses the link weights to find a good path for a given destination. The assumption is that if a node has multiple radios, they are turned to different, non-interfering channels. WCETT can be calculated as follows WCETT= [7] For a path consisting of n hops we have
Xj=
Xj is the sum of transmission times of hops on channel j.
WCETT=(1-β)* +β*MAX Xj
The first term is the sum of transmission times along all hops in the network [7] . This reflects the total resource consumption along this path. The second term reflects the set of hops that will have the most impact on the throughput of this path. So the path through which WCETT metric is low is considered for transferring the packets.
Advantages:
It achieves tradeoff between delay and throughput because it considers channels with good quality. Effectively balances the load as it uses multiple channels for routing the packets.
Disadvantages:
Scalability is not provided because adding a new node in a path will increase the weight of the link as extra hope is needed to reach the destination.
PROACTIVE PROTOCOLS
Destination-Sequenced Distance-Vector (DSDV) Routing
In traditional distance-vector algorithms, every node I maintains, for each destination x, a set of distances {dij(x)} for each node j that is a neighbor of i. Node I treats neighbor k as a next hop for a packet destined for x if dik(x) equals minj{dij(x)}. The succession of next hops chosen in this manner leads to x along the shortest path. To keep the distance estimates up to date, each node monitors the cost of its outgoing links and periodically broadcasts, to all of its neighbors, its current estimate of the shortest distance to every other node in the network.
In the Destination Sequenced Distance Vector (DSDV) protocol, each node n of a wireless network keeps the following data: K: the node's age, periodically incremented. [3] H: the set of its current neighbors.
A routing table which contains, for every other node p in the network, a known age K(p), a neighbor H(p), and a route length Ln(p). Messages directed to node p are routed through neighbor H (p), which is the next hop on the route to p. K(p) is indicative of the recentness of the route from n to p. Every node n periodically advertises its routing data to all its neighbors through a local broadcast message [3] . The message can be a full dump which includes the entire routing 
Advantages:
DSDV is an efficient protocol for route discovery. Whenever a route to a new destination is required, it already exists at the source. Hence, latency for route discovery is very low. DSDV also guarantees loop-free paths
Disadvantages:
When network size, mobility increases delay rate increases, packet delivery ratio decreases because it delivers older ones in the queue rather than the new ones. DSDV consume some network resources unnecessarily when the networks is stable Congestion control is worst.
OLSR Routing Protocol:
Optimized Link State Protocol (OLSR) is a proactive routing protocol, so the routes are always immediately available when needed. OLSR is an optimization version of a pure link state protocol. So the topological changes cause the flooding of the topological information to all available hosts in the network. To reduce the possible overhead in the network protocol uses Multipoint Relays (MPR). The idea of MPR is to reduce flooding of broadcasts by reducing the same broadcast in some regions in the network. Another reduce is to provide the shortest path. The reducing the time interval for the control messages transmission can bring more reactivity to the topological changes [8] .OLSR uses two kinds of the control messages: Hello and Topology Control (TC). Hello messages are used for finding the information about the link status and the host's neighbors. With the Hello message the Multipoint Relay (MPR) Selector set is constructed which describes which neighbors has chosen this host to act as MPR and from this information the host can calculate its own set of the MPRs. The Hello messages are sent only one hop away but the TC messages are broadcasted throughout the entire network. TC messages are used for broadcasting information about own advertised neighbors which includes at least the MPR Selector list. The TC messages are broadcasted periodically and only the MPR hosts can forward the TC messages.
Advantages:
It is easy to integrate the routing protocol in the existing operating systems, without changing the format of the header of the IP messages.
In dense networks where the source and destination keeps changing constantly it suits the best as the shortest path can be calculated easily and faster.
Disadvantages:
Due to periodic updation of nodes information the bandwidth is wasted. When network size increases the routing table size grows and control messages can block the actual data packets. This posses the scalability issues. All control messages should be protected which consumes additional bandwidth
Scalable Routing Protocol Using Heat :
In case of scalable routing protocol the gateways are modeled as heat sources which create a temperature field in the network. The higher the temperature of a node, the closer it is to an access point. Using these fields, packet forwarding is fairly simple: packets are forwarded along the nodes with the highest temperature until they eventually reach any heat source (an Internet gateway).It means that every node calculates its own temperature by only evaluating the temperature of its direct neighbors. This makes protocol particularly scalable since no flooding of messages is required. Whenever an entry is added, removed, or changed, the temperature value is re-computed.
The key idea of HEAT is to provide scalability (with regard to protocol overhead) and robustness (with regard to link and node failures). Due to the local message exchanges, this method scales with the number of neighbors per node. Robustness is achieved by assigning the temperature values such that routes through network areas with high redundancy (in terms of node and link redundancy) are preferred. The more neighbors with high temperatures, the higher is the temperature of a given node [10] . The algorithm calculates the temperature t final of a node as follows: In a first step, the node sorts its neighbors based on their temperatures t1i, i belongs {0, ..., n} in ascending order (line 1) into an array a. Then, it iterates over a accumulating the temperature of the next neighbor to the sum of the temperatures of the previous neighbors tj until the temperature of the next neighbor is less than the accumulated temperature (line 4). In each step j, the value tj+1 is calculated as follows (line 5): The difference between the temperature of the currently considered neighbor, denoted by a[j], and the temperature accumulated so far, tj , is calculated. Then, this difference is multiplied by the conductivity parameter, and the result is added to the temperature accumulated so far, denoted by tj. Algorithm Temperature Field Calculation Function : 1: a = sortascending(θ0, ..., θn) 2: j = 0 3: tj = 0 4: while tj < a[j] do 5: tj+1 = tj + (a[j] − tj) · 6: j = j + 1 7: end while 8: tfinal = tj
Advantages:
Provides scalability with less resource consumption. Packets can be easily routed by considering the heat of the nodes near to gateways.
Disadvantages:
External environment heat can effect the gates which provides gate ways. Unnecessary power consumption during some load balancing may also effect the heat parameter of a node.
CONCLUSION
Every protocol has its own advantages and disadvantages. This paper effectively classifies different protocols by considers different factors. Scalability is most challenging factor that has to be considered in all the protocols that have been used till now. So we can select an effective protocol to our network by looking the behavior of the protocol at various conditions.
