ABSTRACT Sustainability is increasingly present in all areas of society and organizations. In Information Technology (IT), the idea of sustainability has come through the so-called Green IT practices. These practices are attracting many organizations that have realized the importance of this area and the benefits it generates socially, economically, and environmentally. However, there is a lack of standards and/or frameworks that help organizations to carry out these Green IT practices. For this reason, we have developed the ''Governance and Management Framework for Green IT'' and an ISO/IEC 33000-based maturity model for this framework, which allow to perform the implementation, evaluation, and improvement of Green IT in organizations in a systematic and progressive manner. In the present study we present an empirical validation through a case study that we have conducted with these proposals, emphasizing the application of ISO/IEC 33000 family of standards to Green IT. The results obtained in this case study demonstrate the importance of having a maturity model for Green IT and the validity and usefulness of the application of ISO/IEC 33000 to Green IT through the developed maturity model.
I. INTRODUCTION
Sustainability [1] has ''landed'' on society and organizations, and it is here to stay indefinitely. The pressing need to take care of the environment and turn development and progress into responsible and sustainable is vital for survival in all areas. However, there is still a large part of society and of organizations that are either not aware of this idea, or do not have the necessary tools or resources to carry it out.
From the point of view of the organizations, there are more and more examples that demonstrate the importance of carrying out environmentally friendly practices and the The associate editor coordinating the review of this article and approving it for publication was Noor Zaman.
enormous benefits that sustainability generates [2] - [4] . One of the business areas that is being considered most (due to its impact and relevance) to carry out sustainable practices is the area of Information Technology (IT). However, in this area, organizations are faced with too high obstacles when they decide to start implementing the so-called Green IT practices [5] - [7] . This is because they have to investigate and experiment with this type of practices on their own, since there are no wide adopted and validated standards and/or frameworks that help them carry out accurate implementations in this regard [8] - [10] .
Given these premises, we developed the ''Governance and Management Framework for Green IT'' (GMGIT, from now on) [11] , [12] , through which organizations have a framework that guides them in the implementation, evaluation, and improvement of Green IT, from the governance and management of this area. After conducting a series of validations with the first version of this framework (GMGIT 1.0) [11] , we realized the need to develop a maturity model that would allow to perform the entire process of implementation, evaluation, and improvement of the Green IT practices defined in the GMGIT in a progressive and systematic manner. Thus, we developed a first approach through an ISO/IEC 15504-based maturity model for the GMGIT [13] , [14] . After further validating and refining these proposals, we have obtained a second version of the framework, the GMGIT 2.0, as well as a maturity model updated to the new ISO/IEC 33000 family of standards [12] , [15] .
Currently, we are working to validate and improve these new proposals, through empirical validations based on case studies. In fact, we have already conducted a first case study in a Spanish organization [16] . In the present article we aim to present further case study based on a Green IT audit performed in a Colombian organization, focusing on the ISO/IEC 33000-based maturity model developed for the GMGIT 2.0. Through this case study we have managed, on the one hand, to internationalize the validation of the developed maturity model, and, on the other hand, to obtain new lessons learned and evidences that demonstrate the usefulness and need to further develop and improve both the maturity model and the framework developed.
The rest of this paper is organized as follows: Section II contains the background on the area of Green IT maturity models, as well as the maturity model under validation; Section III describes the research methodology followed for the case study; Section IV shows the results obtained through the Green IT audit conducted; Section V discusses the findings and threats to validity; and, finally, Section VI presents the conclusions and lines of future work.
II. BACKGROUND
In [14] a Systematic Mapping Study (SMS) in the area of maturity models of sustainability and of Green IT is included. Through this SMS, the limited number of Green IT maturity models that currently exist is demonstrated, since only 9 related studies have been found. Likewise, it also shows the need to validate the maturity models, since only 3 of the 9 Green IT-related studies are validated [17] - [19] . Thus, the results of this SMS demonstrate the youth of this area and the lack of a consistent and validated Green IT maturity model.
That is why, after having analyzed the state of the art of the Green IT maturity models and considering the results and deficiencies found in the SMS, we performed the development of a first version of a maturity model for Green IT (through the GMGIT 1.0 [11] ) based on the ISO/IEC 15504 family of standards [14] .
However, the ISO/IEC 15504 [13] has been replaced by its successor, the ISO/IEC 33000 [15] . The changes that have been made in this new standard are mainly based on the clarification and inclusion of new concepts to make a standard more open and with a greater range of application than its predecessor.
So, after conducting a series of validations with the first versions of the GMGIT and of the maturity model developed for this framework, we not only refined and improved both, but we also carried out the updating of the maturity model to the new standard, obtaining in this way the ISO/IEC 33000-based maturity model for the GMGIT 2.0 [12] .
This new maturity model consists of a total of 5 maturity levels, among which are divided the 35 processes of governance and management of Green IT that includes the GMGIT 2.0.
Likewise, this maturity model includes the description of each of the 35 processes following the process attributes defined by the ISO/IEC 33000, as shown in TABLE 1 through the example of the BAI09 process.
And, on the other hand, this maturity model also includes the characteristics that must be considered to evaluate the capability of each process. For this, the same 5 capability levels, process attributes, and results of the process attributes established by the ISO/IEC 33000 have been adopted. In this sense, Figure 2 shows the relationship between the established levels of capability and of maturity, through which we can see with what capability level(s) of the processes must be fulfilled at the time of obtaining a certain maturity level of Green IT.
Last but not least, it is important to highlight that ISO/IEC 33000 establishes (through the ISO/IEC 33004 standard [20] ) the guidelines/requirements to develop models for specific areas based on that family of standards. When developing the specific maturity model for the GMGIT 2.0, we have followed these guidelines and we can affirm the following with respect to these:
• Processes. The established processes are correctly defined based on all the process attributes that the standard identifies, establishing all the necessary characteristics to achieve the purpose of each process (cf. Figure 1 ).
• Maturity. The maturity levels established by the standard have been adapted to the Green IT maintaining the same logic and base. Likewise, at each maturity level, a series of processes have been established according to their complexity and suitability for each level (cf. Figure 2 ).
• Capability. The capability levels, as well as the process attributes and results of these process attributes have been adopted as established by the ISO/IEC 33000; so there are no possible discrepancies in this regard (cf. Figure 2 ). when the boundaries between phenomenon and context are not clearly evident'' [21] . That is why we have decided to use this type of empirical validation since it is a very appropriate methodology to verify that a certain proposal is applicable and useful in practice and/or real contexts. Thus, following the guidelines defined by Runeson and Höst [22] , [23] , we established the following exploratory research questions, in order to achieve the FIGURE 2. Relationship between maturity levels and capability levels in the ISO/IEC 33000-based maturity model for the GMGIT 2.0.
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research goal to validate and refine the ISO/IEC 33000-based maturity model developed for the GMGIT 2.0:
• RQ1: Is the ISO/IEC 33000 family of standards adequate to develop a specific maturity model for Green IT?
• RQ2: Are the processes at a correct maturity level with respect to the organizational initiatives?
• RQ3: Are the ISO/IEC 33000-based maturity model for the GMGIT 2.0 applicable in real contexts?
B. CASE SELECTION
When selecting the organization to carry out the case study, we have considered different aspects in order to select and appropriate and representative case. First, the case studies that we conducted with the previous versions of the GMGIT and of the maturity model [11] , [14] were carried out in different Spanish organizations that provide IT services to several universities. So, in order to maintain a certain level of correlation and parallelism, we decided to continue with this same type of organization, but this time in a different country, which helps us to internationalize the validations. Therefore, we chose the IT services center of the Central Unit of Valle del Cauca (UCEVA, from now on), a Colombian university with approximately 6,000 students and 500 professors and researchers.
On the other hand, when selecting the UCEVA, we not only considered the above, but we also analyze if it was a representative case from the point of view of the sustainable practices that they carry out. Currently, the UCEVA is working on a project to reduce the carbon footprint (CO 2 ) that IT produces. With this goal, they have begun to implement a first sustainable practices in this regard:
• Sustainable IT acquisitions (following the regulations and acceptable levels of consumption of IT equipment, through the Energy Star standard).
• Automatic shutdown of computers and other IT devices.
• Configuration for all the computers and IT devices to adjust the brightness level to adequate levels for its use and energy consumption.
• Handbook of recommendations and awareness about the proper use of IT, such as keeping peripheral devices that are not used turned off, do not forget to turn off all the devices at the end of the working day, etc.
C. DATA COLLECTION
The present case study is based on a Green IT audit, so the data collection has been carried out following a qualitative methodology (the only possible in this type of case studies) through interviews, observations, and collection of documents. Thus, the Green IT audit at the UCEVA was conducted during October-November 2018, following and applying the GMGIT 2.0 and the ISO/IEC 33000-based maturity model developed for this framework [12] .
During the audit process, first, we conducted an interview with the UCEVA managers, in order to determine the audit scope, as well as to obtain general information about the organization such as mission, vision, activities, etc. From this first interview we obtained information about the Green IT practices carried out by the UCEVA (explained in the previous subsection) and we determined that a specific audit of Green in IT was going to be performed. This is because the Green IT practices carried out by the UCEVA are based on reducing the negative impact that IT itself has on the environment. To clarify this term, the definitions of the two perspectives that can be found in Green IT [24] are shown below:
• Green in IT: when the IT itself has an impact on the environment, due to its energy consumption and to the emissions it produces, and this impact should be reduced (i.e., IT as producer).
• Green by IT: in the sense that the IT provides the tools needed to allow different kinds of tasks to be carried out in a sustainable way with the environment (i.e., IT as capacitator or enabler [25] ). On the other hand, also from this first interview, we decided to include only the first two maturity levels in the audit scope, analyzing in detail and ensuring the implementation of the processes of these levels before analyzing and implementing more complex levels (although some characteristics of these higher levels have also been analyzed, but in less detail). It is important to highlight that this is the first contact with the UCEVA in an improvement process, through which we first intend to know what the situation of the organization at the most basic levels is, in order to address the deficiencies that exist in the most important processes before implementing and evaluating more mature and complex processes.
Once all the above was established, following the audit process, we conducted a series of interviews with the main managers of the UCEVA and we collected different evidences through documents and information about the organization itself and Green IT (policies, strategies, goals, services, organizational structures, etc.). Likewise, during these interviews we filled out a checklist formed by all the Green in IT audit questions to be performed for the first two maturity levels, through which it is possible to observe the compliance or not of the UCEVA with the different practices of the processes of the maturity levels audited.
D. DATA ANALYSIS
Regarding the data analysis, it is important to highlight three main phases:
• Audit planning. This phase is related to the first interview that was carried out with the UCEVA managers (described in the previous subsection), through which the organization itself was analyzed (mission, vision, objectives, activities, etc.) to determine the audit scope.
As a result of this phase, a Green in IT audit plan was elaborated, which specified the interviews to be carried out in the next phase, the people involved, and the necessary evidence to review.
• Evaluation process. In this evaluation phase, several interviews were held with the UCEVA managers, as well as the collection of evidences through observations, collection of documents, etc. To facilitate the analysis of all this data and information collected, during the evaluation we filled out a checklist composed by the audit questions of Green in IT of the processes of the first two levels of maturity (with possible answers: yes, no, and N/A). Likewise, in each question (if applicable and necessary), we included comments and the evidences that demonstrate the reason of the answer. After carrying out the evaluation itself, we performed the detailed analysis of all this information (checklist, comments, and evidences) and we developed the audit report. In this report, we identified the strengths and opportunities for improvement in Green IT for the UCEVA in a general way, as well as, for each of the processes audited, we also identified the non-conformities found and possible solutions to solve them.
• Presentation of audit results. In this last phase, we presented the audit report to the UCEVA and we analyzed all the results obtained together with them to verify their correctness and obtain a feedback from the organization about the whole process, as well as to develop an improvement plan in this regard. Also, at the end of this phase we conducted the analysis and response of the research questions, considering as input all the information obtained from the audit, as well as the comments and feedback of the members of the UCEVA. 
IV. CASE STUDY RESULTS
After conducting the entire evaluation/audit process of Green in IT in the UCEVA (evaluating the processes of the first two maturity levels), we developed the audit report. In this audit report, we first identified a series of general results through the strengths and opportunities for improvement in Green IT for the UCEVA (see Figure 3 ). In the same way, in the audit report we also identified process by process audited the non-conformities found and possible solutions to solve them, as can be seen in Figure 4 through the example of the DSS01 process of Level 1 of maturity.
Therefore, after analyzing all the results in detail obtained in the Green in IT audit conducted in the UCEVA and following the ISO/IEC 33000-based maturity model developed for the GMGIT 2.0, we concluded that the UCEVA is partially at Level 1 of maturity of Green in IT. This is reflected in Table 1 , which shows the compliance of the UCEVA with the processes and their practices of Level 1 of maturity. Likewise, Table 2 also demonstrates this result through the evaluation of the capability of each one of the audited processes of the first two levels of maturity.
V. DISCUSSION A. MAIN FINDINGS
After analyzing the results obtained in the present case study and considering the research goal of validate and refine the ISO/IEC 33000-based maturity model developed for the GMGIT 2.0, we have reached the following findings:
• ISO/IEC 33000-based maturity model developed for the GMGIT 2.0. Thanks to this empirical validation we have been able to put into practice this maturity model. Through the results and feedback obtained, we have reinforced the validity and usefulness of both this maturity model and the GMGIT 2.0 itself when implementing, evaluating, and improving the Green IT in a progressive and systematic manner. We have also observed that this new version of the maturity model maintains the coherence with respect to the previous version.
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On the other hand, each of the exploratory research questions established for this case study is answered below, based on all the results obtained from the data collected.
1) RQ1: IS THE ISO/IEC 33000 FAMILY OF STANDARDS ADEQUATE TO DEVELOP A SPECIFIC MATURITY MODEL FOR GREEN IT?
The maturity and capability levels, the process attributes, and other factors and characteristics that the new ISO/IEC 33000 [15] defines, are very suitable to develop a maturity model for Green IT. All these characteristics have been very helpful not only when developing the specific maturity model for the GMGIT 2.0, but also when applying it through the case study, conducting a fully progressive and systematic process.
From our point of view as auditors, using the ISO/IEC 33000 family to develop a specific maturity model for the GMGIT 2.0 has helped us to have a clear base and concepts that have been reasonably adaptable to the processes and characteristics of Green IT defined in the framework. The ISO/IEC 33000 allows this kind of adaptations without too many complications.
Therefore, the ISO/IEC 33000 family of standards is not only adequate and applicable when developing a specific maturity model for Green IT, but it is highly recommended.
2) RQ2: ARE THE PROCESSES AT A CORRECT MATURITY LEVEL WITH RESPECT TO THE ORGANIZATIONAL INITIATIVES?
Throughout the entire case study, we have analyzed and corroborated, together with the UCEVA, the adequacy of the processes in the different maturity levels.
During the first interview we conducted during the audit planning phase, we presented the maturity model to the UCEVA managers and we asked them if they considered correct both the established maturity levels and the organization of the different processes at these maturity levels.
We analyzed the feedback obtained and confirm the adequacy of our proposal.
Likewise, during the audit itself, we were able to verify that the UCEVA considers activities of the first levels prior to performing more complex practices of higher levels. In fact, while we assessed the processes of the first two maturity levels, we also referenced to practices and activities of the processes of higher levels in order to analyze and certify in some way such higher levels and processes. During these analyzes, the UCEVA managers told us that they had not yet contemplated such practices/activities or had them partially because they are more advanced practices and they first need to ensure more basic processes. The results, findings, and feedback obtained through the case study show that the developed maturity model is clearly applicable in real-life contexts. This is also demonstrated by the high level of satisfaction of the UCEVA with this case study and its willingness to carry out an improvement plan in this respect following both this maturity model and the GMGIT 2.0.
Likewise, from our experience as auditors applying the ISO/IEC 33000-based maturity model developed for the GMGIT 2.0, our work has been simplified, since the maturity model has allowed us to assess the Green IT in a more organized and direct way.
B. THREATS TO VALIDITY
The threats to validity are analyzed below following the four aspects of validity defined by Runeson and Höst [22] , [23] .
1) CONSTRUCT VALIDITY
The developed maturity model is based on the well-known and wide adopted ISO/IEC 33000 [15] , so there are no discrepancies between practitioners and researchers regarding the characteristics adopted from this standard. However, there may be discrepancies regarding the characteristics of Green IT, so we have tried to emphasize and explain these aspects in detail and as clearly as possible (an example is the differentiation we have made between Green in IT and Green by IT).
2) INTERNAL VALIDITY
The problems that an organization may have to carry out the case study (e.g., lack of time or resources, internal discrepancies, etc.) may pose a threat to this validity. That is why during the first interview we conducted, we analyzed the capabilities of the UCEVA (time, resources, etc.) to carry out the case study, as well as we presented the proposal to obtain the commitment of the organization and to avoid discrepancies and doubts in this regard.
3) EXTERNAL VALIDITY
The case study has been conducted in a Colombian organization dedicated to the IT services management. In order to mitigate threats regarding external validity, we are working on conducting more case studies at international level, as well as in organizations whose business models are different.
4) RELIABILITY
The analysis of the data collected during the case study has been carried out independently by each author (reducing the bias among each other). However, the authors of this study belong to close groups that work and collaborate together on different topics such as in the current case study. Thus, we are working to open both the GMGIT 2.0 and the maturity model, so that external researchers and practitioners can use and validate these proposals, mitigating in this way risks related to the reliability.
VI. CONCLUSION AND FUTURE WORK
Organizations around the world have begun to bet on the planet by carrying out sustainable practices across all business areas. Among these practices, Green IT has become a primordial basis for the sustainable growth and development of the whole business in and by IT [2] - [4] . However, organizations are disoriented due to the lack of guides that help them carry out these practices [8] - [10] .
That is why we developed a first version of the ''Governance and Management Framework for Green IT'' (GMGIT 1.0) [11] and an ISO/IEC 15504-based maturity model for this framework [13] , [14] . After conducting a series of validations with these first proposals, we refined and improved them, obtaining the GMGIT 2.0 and a new version of the maturity model updated to the ISO/IEC 33000 [12] , [15] .
Following the same dynamics of development, in this study we present an empirical validation based on a case study that we have conducted in a Colombian organization dedicated to IT services management (UCEVA), and through which we have applied the GMGIT 2.0 and, especially, the ISO/IEC 33000-based maturity model developed.
The results obtained demonstrate the growing importance that the Green IT area is taking, as well as the need and relevance of having maturity models for Green IT. Likewise, the validity and usefulness of the GMGIT 2.0 and the ISO/IEC 33000-based maturity model developed when implementing, evaluating, and improving the Green IT in a systematic and progressive manner is also demonstrated.
As lines of future work, we are working, on the one hand, on conducting an improvement plan in the UCEVA (following the ISO/IEC TR 33014 standard [27] ) and more case studies in different organizations at international level, and, on the other hand, on further developing the GMGIT 2.0 through the application of relevant international standards, such as the ISO 14000 [26] (in which we are already getting some first results [27] ).
The destruction of our planet has been and is one of the biggest mistakes we have committed as humankind. There is less time than we think, but we still have time to stop this destruction and achieve a sustainable and responsible development. 
