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Tato práce se zabývá bezdrátovými Wi-Fi sítěmi, které vysílají v bezlicenčním ISM 
(Industrial, Scientific, Medical) pásmu 2,4 GHz. Tyto bezdrátové sítě jsou v dnešní době 
velmi rozšířené a využívané především pro připojení k Internetu. S rozšiřováním 
multimediálních datových přenosů je v bezdrátových sítích však nutné zajistit určitou kvalitu 
služby QoS (Quality of Service) především pro aplikace, které jsou citlivé na zpoždění či 
ztrátu paketů. Cílem této práce je základní teoretický popis bezdrátových Wi-Fi sítí, 
založených na standardech IEEE 802.11b/g/n, popis principů zajištění kvality služeb QoS 
podle stadardu 802.11e a parametrů definujících QoS pro služby VoIP. Praktická část této 
práce je rozdělena na dvě části. V první části je řešena problematika návrhu konceptu 
softwaru pro vyhodnocení kvality rádiového spojení a vytvoření jednoduchého programu pro 
analýzu kvality spojení. Druhá část obsahuje měření počtu ztracených paketů ve Wi-Fi síti 
komerční aplikací AirMagnet Laptop Wireless LAN Analyzer a pomocí spektrálního 




Wi-Fi sítě, IEEE 802.11b, IEEE 802.11g, IEEE 802.11n, IEEE 802.11e, přístupový 





This work deals with the wireless Wi-Fi networks, that used unlicenced ISM 
frequency band 2,4 GHz. These wireless networks are very extended in these days and used 
mainly for the Internet connection. With the multimedia data transfers expanding it’s 
necessary to ensure the specific quality of service QoS in wireless networks mainly for 
applications, which are sensitive to delay or packets lost. The main aim of this work is to 
describe Wi-Fi networks based on IEEE 802.11b/g/n standards, description of QoS techniques 
according to IEEE 802.11e standard and description of parameters describing QoS for the 
VoIP services. The practical part is divided on a two parts. The problems of measuring the 
radio link quality and the creation of simple program for quality of wireless connection 
analysis are solved in the first part. The second part incluledes measuring of the lost packets 
number in Wi-Fi network with the commercial application AirMagnet Laptop Wireless LAN 
Analyzer and measuring of the signal noise influence with the help of spectrum analyzer and 





Wi-Fi networks, IEEE 802.11b, IEEE 802.11g, IEEE 802.11n, IEEE 802.11e, access 
point, spectrum, signal level, packet, quality of service QoS, VoIP. 
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1 Úvod 
V dnešní době jsou bezdrátové Wi-Fi sítě téměř všudypřítomné. Na mnoha místech 
vznikají nové bezdrátové přístupové body tzv. access pointy, ke kterým je možno se bezplatně 
připojit a surfovat tak po Internetu. S těmito sítěmi se můžeme setkat v kavárnách, školách, 
letištích  či na benzínových čerpacích stanicích. Na trhu je dnes také řada firem, které nabízejí 
bezdrátové Wi-Fi připojení k Internetu přímo domů a to jak ve větších městech, tak i na 
vesnicích. Tyto sítě však nacházejí využití i při realizaci spojení několika počítačů 
v domácnostech, či pro vytvoření lokální sítě v  kancelářích ve firmách a všude tam, kde by 
byla instalace klasické drátové kabeláže náročná či nemožná.  
Samotné označení Wi-Fi znamená Wireless Fidelity, tedy bezdrátová věrnost, a je 
používáno pro všechny bezdrátové sítě, které definuje standard IEEE 802.11 (Institute of 
Electrical and Electronics Engineers). Tyto sítě vysílají v bezlicenčním pásmu 2,4 GHz a 
5 Ghz, toto pásmo je také označováno jako ISM. První verze standardu 802.11 však 
definovala přenosové rychlosti pouze do 2 Mb/s. K většímu rozšíření Wi-Fi sítí došlo až 
později s revizí standardu 802.11, která je označována písmenkem na konci. Nejznámější je 
standard 802.11b, který definoval teoretickou maximální přenosovou rychlost 22 Mb/s 
a pozdější revize 802.11 g, která definovala 54 Mb/s. Díky bezlicenčímu pásmu není pro 
provoz Wi-Fi sítě potřebná žádná licence a lze ji tudíž využívat zdarma. Tato skutečnost 
přispěla spolu s masovou produkcí a velkou konkurencí výrobců, která tlačí ceny 
bezdrátových komponent stále dolů, k velkému rozšíření těchto sítí. Toto extrémní rozšíření 
má však i své negativní dopady. Při plánování a výstavbě nových Wi-Fi sítí je již velkým 
problémem nalézt optimální vysílací kanál, který by nebyl rušen jinou sítí. Pro pásmo        
2,4 GHz je totiž definováno pouze 13 kanálů, které se ještě navíc překrývají. 
Cílem této práce je seznámit se základním principem fungování bezdrátových Wi-Fi sítí 
standardu 802.11 b/g/n a problematikou podpory kvality služeb v těchto sítích. Teoretická 
část  práce se dále zabývá nedostatky Wi-Fi sítí, implementací QoS podle standardu 802.11e, 
a parametry definujícími QoS pro VoIP. V praktické části je pak řešena problematika návrhu 
konceptu softwaru pro vyhodnocení kvality rádiového spojení ve Wi-Fi síti a vytvoření 
jednoduchého programu pro analýzu kvality spojení. Praktická část také obsahuje měření 
počtu ztracených paketů ve školní síti pomocí komerční aplikace AirMagnet Laptop Wireless 
LAN Analyzer.V poslední části je pak pomocí spektrálního analyzátoru a signálního 










2 Wi-Fi    
2.1 Počátky vývoje a vzniku 
Začátky dějin Wi-Fi technologie se začaly psát již počátkem devadesátých let, 
konkrétně v roce 1991, kdy byly vyvinuty základy této technologie společností NCR/AT&T 
v Holandsku. Tato společnost je dnes  známa spíše jako Lucent & Agere Systems. První 
generace zařízení bezdrátových WaveLAN byly však vzájemně nekompatibilní, což trh 
zpočátku značně roztříštilo. Teprve v roce 1999 se spojily společnosti 3Com, Aironet (nyní 
Cisco), Harris (nyní Intersil), Lucent (nyní Agere), Nokia a Symbol Technologies a vytvořili 
tak sdružení WECA, které se o čtyři roky později přejmenovalo na Wi-Fi Alliance.   
Frekvenční pásmo 2,4 GHz bylo však využíváno již dříve pro mikrovlnné trouby. Až 
s rozvojem výpočetní techniky a s rostoucím zájmem uživatelů o bezdrátové přenosy se o něj 
začali zajímat výrobci. Proto také vzniklo bezlicenční pásmo ISM ( Industrial, Scientific, 
Medical ), které bylo vymezeno pro průmyslové, vědecké a lékařské účely. Zprvopočátku 
však každý výrobce bezdrátových sítí vyvíjel a uváděl na trh vlastní technologii a způsoby 
přenosů v tomto pásmu. Největšímu rozšíření se ve svých počátcích dostalo technologii 
BreezNete, kterou vyvinul stejnojmenný izraelský výrobce, a někteří z tuzemských 
poskytovatelů bezdrátového připojení mají tuto technologii obsaženou ve svých sítích i dnes. 
Nevýhodou však byl fakt, že jednotlivá technologická řešení od různých výrobců nebyla 
většinou vzájemně kompatibilní. Naštěstí v roce 1997 publikoval mezinárodní standardizační 
institut IEEE specifikaci standardu bezdrátové sítě pracující v pásmu ISM pod označením 
802.11. Tento standard  ve svých počátcích nabízel pro bezdrátové sítě komunikační rychlosti  
do 2 Mb/s. O dva roky později byl však tento standard rozšířen o další specifikace, které se 
označovaly písmenkem na konci. Byl to tedy standard 802.11b, který definoval bezdrátové 
sítě pracující v pásmu 2,4 GHz s teoretickou komunikační rychlostí až 11 Mb/s, a standard 
802.11a, který definoval bezdrátové sítí pracující v novém bezlicenčním pásmu 5 GHz 
s datovými rychlosti až 54 Mb/s. U nás však bylo toto pásmo zpřístupněno později. Poslední 
podstatná změna, která se týkala navýšení komunikační rychlosti přišla v roce 2003, kdy byl 
definován  pro pásmo 2,4 GHz standard 802.11g, který přinesl zvýšení datové rychlosti až na  
54 Mb/s. Aktuální i starší revize standardů pro bezdrátové sítě 802.11 jsou po zaregistrování 
dostupné na stránkách mezinárodního standardizačního institutu IEEE http://www.ieee.org/ 
[3].  
 
2.2 Základy sítí 802.11  
2.2.1 Základní komponenty sítě 
 
Pro lokální bezdrátové sítě se často používá zkratka WLAN ( Wireless Local Area 
Network). Tyto sítě jsou velmi podobné Ethernetu, ale obsahují mnoho věcí navíc. WLAN se 
musí vyrovnat s jistými specifiky rádiového prostředí, které zde nahrazuje metalický kabel 





Podle [3] obsahuje každá síť čtyři hlavní druhy fyzických komponent: 
• Distribuční systém 
• Přístupový bod ( AP-access point) 




Obr. 1: Komponenty sítě 802.11 [3]. 
 
• Distribuční systém (Distribution system), 
 
je logická komponenta standardu 802.11 používaná k přesměrování datového toku na 
stanici podle její aktuální polohy. Technologie distribučního systému není pro standard 
802.11 nijak specifikována. V naprosté většině je však distribuční systém řešen jako 
kombinace síťového mostu (bridge) a distribučního média, jímž jsou přenášena data mezi 
přístupovými body. Většinou je páteřní sítí tohoto systému Ethernet. 
 
• Přístupový bod - AP(Access point), 
 
je zařízení, jehož nejdůležitější, avšak ne jedinou funkcí, je přemostění mezi kabelovým 
systémem a bezdrátovou sítí. Dále zajišťuje provádění autentizace jednotlivých klientů, 
šifrování komunikace atd. 
 
 
• Bezdrátové médium (Wireless medium), 
 
je pro WLAN sítě tímtéž, čím jsou kabelové rozvody pro Ethernet. Bezdrátové médium, 
čili vzduch, je zde nosičem dat mezi přístupovým bodem a připojenou stanicí. Bezdrátovým 
médiem jsou pro sítě 802.11 specifikovány radiové frekvence v pásmu 2,4 GHz a 5 GHz 






• Stanice (Station) 
 
Stanicí může být jakékoliv zařízení, které umí přijímat a vysílat data přes bezdrátové 
médium. Může být jak mobilní, např. telefon, PDA, notebook, nebo to může být i stolní 
počítač či tiskárna. 
 
2.3 Typy sítí 
Jako základní stavební bloky bezdrátových sítí 802.11 jsou skupiny stanic, které spolu 
komunikují. Tyto stanice jsou označovány jako BSS (Basic Service Set). Jde o skupinu stanic, 
které spolu bezdrátově komunikují a oblast, kde tato komunikace probíhá, se nazývá BSA 
(Basic Service Area). Podle toho, jak spolu jednotliví členové BSS komunikují, rozdělujeme 
typy sítí na dva základní druhy [1, 3]: 
 
2.3.1 Ad-hoc sítě 
 
Tyto sítě jsou realizovány bez použití centrálního přístupového bodu AP viz Obr. 2. 
Jednotlivé stanice spolu komunikují navzájem a musí být v přímém rádiovém dosahu, což 
klade velké nároky na samotnou stanici, protože musí udržovat spojení s každou stanicí 
zvlášť, se kterou komunikuje. Tyto sítě se hodí pouze pro propojení několika stanic, které 
musí být ve vzdálenost pár metrů od sebe (např. propojení notebooků v jedné kanceláři). 
Samotná realizace tohoto spojení a nastavení této sítě však zabere víc času a úsilí, než by 
zabralo potřebná data přenést mezi počítači na disketě nebo CD, a proto se téměř nepoužívá.  
 
 
Obr. 2: Schéma ad-hoc sítě [3]. 
 
2.3.2 Infrastrukturní sítě 
 
Sítě tohoto typu mají přesně vymezenou infrastrukturu s centrálním bodem zvaným 
AP (access point). Tento přístupový bod je síťový prvek, který slouží jako rozhraní mezi částí 
bezdrátovou a drátovou [3]. Přístupový bod je schopen komunikovat s větším množstvím 
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stanic a je schopen propojit stanice jak mezi sebou, tak i mezi kabelovou částí Ethernetu 
a připojenými stanicemi. Při komunikaci dvou stanic připojených k AP putují tedy data 
dvěma skoky, nejprve na přístupový bod a z něj teprve na druhou stanici. Výhodou tohoto 
propojení jsou menší nároky na připojené stanice, jednotlivé připojené stanice nemusí „vidět 
přímo na sebe“, stačí když jsou v rádiovém dosahu pokrytí daného AP. Další výhodou je 
možnost centrální správy takové sítě, kdy administrátor může například pomocí AP umožnit 
připojení jen určitým uživatelům a dohlížet na bezproblémový chod sítě. Tyto sítě jsou 
s oblibou využívány jak v budovách, tak i ve venkovním prostředí, kde se však již používají 
antény s větším ziskem. Pro propojení jednotlivých sítí mezi dvěma budovami lze využít 
tzv. síťového mostu (bridge). Síťový most tvoří dva či více přístupových bodů, které jsou 
v bezdrátovém spojení většinou pomocí směrových antén. Tímto způsobem lze realizovat 
bezdrátové spojení několika skoky i na desítky kilometrů. K přístupovým bodům, které však 
tvoří síťový most, nelze připojovat klientské stanice přímo. Ty musí být připojeny přes router, 




Obr. 3: Schéma infrastrukturní sítě a sítového mostu- bridge [3]. 
 
2.4 Používané rádiové frekvence 
 
Jak jsem se již zmínil, bezdrátové sítě standardu 802.11b a 802.11g pracují ve 
frekvenčním pásmu 2,4 GHz  ( přesně 2,4 - 2,4835 GHz ). Frekvenční rozsah se ovšem liší 
země od země - v některých státech není povolené plné frekvenční spektrum, protože jeho 
části jsou již využívány pro jiné účely. V České republice podléhá přidělování rádiových 
zdrojů ČTÚ, který povoluje plné frekvenční spektrum kromě 14. kanálu, který je používán 
pouze v Japonsku, viz Tab. 1. [4] 
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Tab. 1: Povolené radiové frekvence pro WiFi v pásmu 2,4 GHz. 
Země Frekvenční rozsah v GHz Čísla kanálů 
USA  a Kanada 2,4000 - 2,4835 1-11 
Evropa 2,4000 - 2,4835 1-13 
Francie 2,4465 - 2,4835 10-13 
Španělsko 2,445 - 2,475 10-11 
Japonsko 2,400 - 2,497 14 
 
V České republice a většině Evropy lze tedy využívat 13 kanálů. Bohužel to ale 
neznamená, že máme k dispozici třináct plnohodnotných kanálů. Technologie rozprostřeného 
spektra, které je u Wi-Fi sítí využito, vysílá na frekvenčním rozsahu 22 MHz, ale odstup mezi 
jednotlivými kanály je pouze 5 MHz. Vysílání na jednom kanálu nám tedy zabere okolní čtyři 
kanály. Z toho vyplývá, že pokud chceme provozovat dva přístupové body AP (Access Point), 
tak aby frekvenční spektra jejich signálů do sebe navzájem nezasahovala, musejí pracovat 
alespoň 5 kanálů od sebe. Na následujícím obrázku lze vidět vzájemně se nerušící kanály 1, 6, 
11, a vzájemně se rušící kanály 11 a 13. Dále je zde pro názornost vidět spektrum signálu na 
jednom kanálu. Jednotka 0 dBc značí útlum oproti úrovni signálu na centrální (střední) 
frekvenci fc. 
 
Obr. 4: Odstup mezi kanály a vzhled spektra signálu na jenom kanálu. 
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Následující tabulka udává kmitočtový rozsah jednotlivých kanálů a jejich střední 
frekvenci. 
 
Tab. 2: Kmitočtový rozsah jednotlivých kanálů pro standardy 802.11b a 802.11g. 
Kanál Frekvence [GHz] 
- Dolní Střední Horní 
1 2.401 2.412 2.423 
2 2.404 2.417 2.428 
3 2.411 2.422 2.433 
4 2.416 2.427 2.438 
5 2.421 2.432 2.443 
6 2.426 2.437 2.448 
7 2.431 2.442 2.453 
8 2.436 2.447 2.458 
9 2.441 2.452 2.463 
10 2.446 2.457 2.468 
11 2.451 2.462 2.473 
12 2,456 2,467 2,478 
13 2,462 2,472 2,483 
 
2.5 Revize standardu 802.11 
 
Postupem doby vznikaly další a další nároky na aktualizaci tohoto standardu a pomalu 
přibývaly nové doplňky a revize standardu 802.11. Tyto revize se utvářely  v rámci dalších 
pracovních skupin sekce IEEE. Označení těchto revizí funguje tak, že za 802.11 se přidá 
písmenko podskupiny, která se danou revizí zabývala. Více informací o IEEE a pracovních 
skupinách standardu 802.11 lze nalézt na adrese: http://grouper.iee.org/groups/802/11/. 
Porovnání existujících a používaných standardů 802.11 v České republice pro WLAN 
ukazuje následují tabulka. 
 
Tab. 3: Existující a používané normy IEEE pro WLAN. 










802.11b 2,4 - 2,485 GHz 11 Mbit/s do 6 Mbit/s DSSS/CCK 22 MHz 1999 
802.11g 2,4 - 2,485 GHz 54 Mbit/s do 22 Mbit/s OFDM/DSSS 22 MHz 2003 
802.11a 5,1 - 5,3 GHz a 
5,725 - 5,825 GHz 
54 Mbit/s do 25 Mbit/s OFDM 20 MHz 1999 
 
Standard 802.11a , který pracuje v pásmu 5 GHz byl primárně určený pro páteřní spoje 
bezdrátových sítí, proto je jeho maximální povolený vysílací výkon 1 W. U 802.11b/g je 
maximální povolený výkon pouze 100 mW. Další rozdíl 802.11a oproti 802.11b/g je ten, že 
jeho kanály se nepřekrývají. 
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V následující tabulce je uveden přehled všech vydaných či plánovaných dodatků ke 
standardu 802.11 s rokem jeho schválení a krátkým popisem. Otazník u roku schválení 
znamená, že doplněk nebyl doposud schválen a označuje tedy předpokládaný rok schválení 
[5].  
 
Tab. 4: Přehled doplňků standardu IEEE 802.11. 
Typ Rok schválení Popis 
802.11a 1999 Rychlost až 54 Mbit/s v pásmu 5 GHz. 
802.11b 1999 Rychlost až 11 Mbit/s v pásmu 2,4 GHz. 
802.11d 2001 Pro země, kde pásmo 2,4 GHz není přístupné.  
802.11c 2003 Mosty (Bridge) mezi přístupovými body. 
802.11F 2003 Spolupráce přístupových bodů od různých výrobců. 
802.11g 2003 Rychlost až 54 Mbit/s v pásmu 2,4 GHz. 
802.11h 2003 Dynamický výběr kanálu a regulace výkonu. 
802.11i 2004 Zabezpečovací a ověřovací mechanismy na MAC vrstvě. 
802.11j 2004 Využití pásma 4,9 a 5 GHz v Japonsku. 
802.11e 2008 Podpora pro QoS na MAC vrstvě. 
802.11k 2006? Měření rádiových prostředků. 
802.11m 2006? Revize standardů. 
 802.11n 2007* Vysoká propustnost.*(zatím schválen pouze draft 2.0) 
802.11p 2007? Bezdrátový přístup pro mobilní zařízení. 
802.11r 2007? Rychlý roaming. 
802.11u 2007? Spolupráce s externími sítěmi. 
802.11.2 2008? Měření a testování WLAN zařízení. 
802.11v 2008? Management bezdrátových zařízení. 
802.11s 2008? Multi-hopping. 
802.11w 2008? Podpora integrity, autenticity, utajení a ochrany dat. 
 
2.6 Vzájemná kompatibilita zařízení 
Jak jsem se již zmínil v úvodu, v roce 1999 byla vytvořena aliance WECA (Wireless 
Ethernet Compatibility Alliance), která se v roce 2002 přejmenovala na Wi-Fi alianci. Jde 
o neziskovou průmyslovou skupinu sdružující více než 300 společností, jejímž cílem je 
zajistit vzájemnou kompatibilitu výrobků založených na standardu 802.11. Tato aliance 
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vytvořila testovací metodiku pro výrobky standardu 802.11 a v laboratořích zjišťuje, zda 
jednotlivé výrobky  tohoto standardu od jednoho výrobce budou bezproblémově 
spolupracovat s výrobky jiných výrobců. Pokud takovýto výrobek projde testováním, získá 
logo Wi-Fi, které prokazuje jeho shodu s testovaným standardem. V dnešní době lze toto logo 
vidět na všech produktech podporující standard 802.11, viz Obr. 5, na kterém je ještě 
doplněno, že daný produkt podporuje standard 802.11a/b/g a tzv. pre-standard 802.11n. Od 
roku 2000 certifikovala tato aliance více než 4100 Wi-Fi produktů [7]. 
 
Obr. 5: Logo Wi-Fi kompatiblitity [7]. 
 
Wi-Fi aliance má rovněž silnou pozici při zavádění nových bezpečnostních 
mechanizmů do bezdrátových sítí. Koncem roku 2002 vytvořila standard WPA (Wi-Fi 
Protected Access), což byla podmnožina bezpečnostních algoritmů v té době zatím 
nedokončeného standardu 802.11i. V dnešní době je již k dispozici verze WPA2. 
 
2.6.1 Standard 802.11b  
 
Tento standard používá na fyzické vrstvě metodu rozprostřeného spektra DSSS (Direct 
Sequence Spread Spectrum, s klíčováním CCK (Complementary Code Keying) [3] . 
 DSSS vysílač přeměňuje tok dat (bitů) na tok symbolů, kde každý symbol reprezentuje 
skupinu jednoho či více bitů. Za použití modulační techniky QPSK (Quadrature Phase Shift 
Keying) vysílač moduluje nebo násobí každý symbol pseudonáhodnou šumovou sekvencí (na 
tzv. čip). Tato operace uměle zvětšuje použitou šířku pásma v závislosti na délce sekvence.  
DSSS dělí pásmo na 13 kanálů po 22 MHz, které se částečně překrývají (pouze tři z nich se 
nepřekrývají vůbec). CCK mapuje čtyři bity na symbol (na 8 Mbit/s) a současně mírně 
zvyšuje symbolovou rychlost na 1,375 Msymbol/s, čímž se dosáhne na fyzické vrstvě 
maximální rychlost 11 Mbit/s [9]. 
Norma 802.22b nabízí celkem čtyři podporované rychlosti na fyzické vrstvě: vedle 11 
Mbit/s ještě 5,5 Mbit/s, 2 Mbit/s a 1 Mbit/s. Pro všechny WLAN totiž platí, že se přenosová 
rychlost na fyzické vrstvě podle situace mění, snižuje se s růstem chybovosti nebo zvyšuje při 
zlepšení podmínek prostředí. Maximální rychlost jednotlivých WLAN lze předpokládat pouze 
na krátkou vzdálenost v prostředí bez rušivých vlivů na přenos [4]. 
11 Mbit/s je tedy maximální rychlost na fyzické vrstvě, rychlost užitečná (pro 
uživatelská data) je ale nižší, protože 30-40 procent teoretické kapacity spolkne režie 
protokolu MAC, která je např. ve srovnání s Ethernet/802.3 (také sdílené médium) u WLAN 
vyšší. Na snížení rychlosti má vliv i to, že WLAN pracují v režimu polovičního duplexu - 
buď data vysílají, nebo přijímají (na rozdíl od 802.3, kde je možný režim plného duplexu, tj. 
současně stanice může data vysílat i přijímat). Uživatelská datová rychlost u WiFi proto 
dosahuje maximálně 6 Mbit/s [4]. 
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• kmitočtové pásmo: 2 400 - 2483,5 Mhz (v ČR),  
• použité kódování: HR/DSSS (High Rate DSSS - metoda rozprostřeného spektra),  
• použité modulace: DBPSK pro 1 Mb/s, DQPSK pro 2 Mb/s a CCK pro 5,5 a 11 Mb/s, 
• dosahované teoretické rychlosti: 1; 2; 5,5; 11 Mb/s, záleží na podmínkách, 
• efektivní rychlost je až o 40% nižší kvůli režii, 
• maximální ekvivalentní izotropní vyzářený výkon 100 mW, 
• dosah: maximálně lze v příhodných podmínkách a při použití směrových antén 
dosáhnout spoje na vzdálenost několika kilometrů, 
• není dobře uzpůsobena pro použití VoIP , při velkém počtu uživatelů a vytížení sítě. 
 
2.6.2 Standard 802.11g 
 
Je vlastně přepracovaný standard 802.11b, který pracuje ve stejném bezlicenčním 
pásmu   2,4 GHz, ovšem maximální rychlostí na fyzické vrstvě dosahující 54 Mbit/s (podobně 
jako u 802.11a). Obdobně jako 802.11b může podporovat maximálně tři nepřekrývající se 
kanály, podobnost je i v dosahu sítě u stejných rychlostí (s vyššími rychlostmi dosah 
u 802.11g klesá až na 30 metrů). 802.11g je zpětně slučitelná s 802.11b, takže v jedné síti 
mohou pracovat klienti obou typů sítí. Obě specifikace se ovšem liší řešením fyzické vrstvy: 
802.11b používá DSSS a 802.11g OFDM (pro spolupráci s 802.11b navíc také DSSS) [3]. 
Pro dosažení vyšších rychlostí se u 802.11g používá ortogonální multiplex 
s kmitočtovým dělením OFDM (Orthogonal Frequency Division Multiplex), jedna z 
přenosových metod MCM (MultiCarrier Modulation), kdy se data k vysílání nejprve rozdělí 
do několika paralelních toků bitů o mnohem nižší bitové rychlosti. Každý z toků se používá 
pro modulaci jiné nosné. 
Zatímco tradiční kmitočtový multiplex dělí kmitočtové pásmo do N nepřekrývajících se 
kmitočtových subkanálů, vzájemně oddělených ochranným kmitočtovým pásmem (guard), 
OFDM používá překrývající se subkanály, takže kmitočtové pásmo se využívá účinněji. 
Přísně vzato není OFDM modulační metoda, ale metoda pro generování a modulaci více 
nosných současně, každé s malou částí datového toku. Jako konkrétní modulace lze pak 
použít jakýkoli typ digitální modulace včetně QPSK (Quadrature Phase Shift Keying),        
16-QAM (Quadrature Amplitude Modulation) či 64-QAM . 
Způsobem paralelního vysílání se OFDM účinně brání zkreslení při přenosu signálu 
různými cestami (multipath distortion), protože každý přenášený symbol trvá na dílčí nosné 
déle, takže se prakticky vyloučí nepříznivý dopad zpoždění signálu delší cestou. Navíc se 
používá více úzkopásmových nosných a jejich vzájemné rušení ovlivní jen velmi malou část 
signálu. 
Podporovaných rychlostí u 802.11g je víc než u 802.11b. Rychlosti podporované 
pomocí OFDM jsou následující (v závislosti na modulaci): 54, 48, 36 a 24 Mbit/s (16-QAM); 
18 a 12 Mbit/s (QPSK), 9 a 6 Mbit/s (BPSK, BiPhase Shift Keying). Další rychlosti jsou v 
souladu s 802.11b a vyžadují použití DSSS a 11 Mbit/s; 5,5 Mbit/s; 2 Mbit/s a 1 Mbit/s  [4]. 
 
• kmitočtové pásmo: 2 400 – 2 483,5 MHz (v ČR),  
• použitá modulace: OFDM a DSSS při komunikaci s 802.11b, 
• teoretické rychlosti na fyzické vrstvě: 1; 2; 5,5; 6; 9; 11; 12; 18; 24; 36; 48; 54 Mb/s, 
• vysílací výkon: vzhledem k práci ve stejném pásmu je upraven stejnou generální licencí   
ČTU jako pro IEEE 802.11b, EIRP [100mW], 
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• dosah: je mírně větší nebo stejný jako u 802.11b, 
• zpětně kompatibilní s 802.11b, díky použití DSSS. 
  
2.7 Výkonnost 802.11g 
Výkonnost sítí využívající standard 802.11g závisí velmi na tom, zda podporuje také 
802.11b klienty. Protože klienti 802.11b  nepodporují komunikaci s OFDM (chápou ji jako 
šum), 802.11g obsahuje ochranný mechanizmus pro koexistenci 802.11b a 802.11g klientů 
v jedné síti. Jedná se o mechanizmus RTS/CTS, původně vyvinutý jako doplněk k 
naslouchání nosné podle CSMA/CA (Carrier Sense Multiple Access with Collision 
Avoidance) pro řešení problému skrytého uzlu ve WiFi. Ten se v tomto případě spustí v 
okamžiku přidružení klienta 802.11b k síti 802.11g. Klient musí nejprve požádat přístupový 
bod o vysílání prostřednictvím zprávy RTS (Request-To-Send) a musí s vysíláním počkat, 
dokud od přístupového bodu nedostane povolení ve formě CTS (Clear-To-Send). Pro ostatní 
klienty CTS od přístupového bodu znamená povel nevysílat. Díky mechanizmu RTS/CTS se 
zamezí současnému vysílání (kolizím) klientů 802.11g a b, ale za cenu zvýšené režie sítě. 
Pokud dojde ke kolizi, musí si klienti zvolit náhodně dlouhou dobu čekání (back off), 
než se znovu pokusí vysílat. Tuto dobu si volí výběrem jednoho z časových úseků. U  
standardu 802.11b  jich je k dispozici 31 o délce 20 s, u 802.11g (po vzoru 802.11a) pouze 15 
o délce 9 s. To znamená, že 802.11g bez klientů 802.11b  bude mít kratší dobu čekání a lepší 
výkonnost zejména s rostoucím počtem uživatelů připojených k síti. Pokud se budou v jedné 
síti nacházet klienti také 802.11b, pak 802.11g přejde na režim 802.11b i s delší dobou čekání. 
V síti pouze s klienty 802.11g je výkonnost sítě teoreticky shodná s výkonností 802.11a 
(s tím rozdílem, že se pracuje v jiném kmitočtovém pásmu), tedy kolem 25 Mbit/s. 
S přítomností klientů 802.11b se reálná propustnost sítě snižuje až trojnásobně (na 8 Mbit/s), 
což je sice více než u tradiční 802.11b, ale rozhodně ne o moc. Norma podporuje ještě 
volitelný mechanizmus "posílání CTS sám sobě", který má ve smíšeném prostředí propustnost 
zvýšit. 
802.11g je velmi rozšířená zajímavá nadstavba pro populární 802.11b, protože 
umožňuje výrazně vyšší rychlosti. Ale výhoda zpětné slučitelnosti s 802.11b se promítá do 
zvýšení režie a následného snížení propustnosti v případě kombinované sítě s klienty 
802.11b/g a s tím je třeba při implementaci počítat [4]. 
 
2.8 Nový standard ve Wi-Fi  
2.8.1 Pre-standard IEEE 802.11n 
 
Na tomto novém standardu 802.11n se začalo pracovat již v roce 2003.Po dobu svého 
vývoje byl  však několikrát přepracováván, což vedlo k velmi nepříjemným důsledkům pro 
firmy, které si zakoupily tzv. pre-standardizované zařízení pro 802.11n. Není totiž zaručeno 
že tyto zařízení budou plně kompatibilní s definitivní podobou standardu. Nyní je posuzován 
draft 2.0 (verze 2.0).  
Standard 802.11n se od předchozích verzí liší zvýšením datové rychlosti pomocí 
principu MIMO. Samotná zkratka MIMO znamená "Multiple-input multiple-output" 
a vypovídá o tom, že se na obou stranách přenosu používá více "vstupů", resp. "výstupů".  
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2.8.2 Technický základ 802.11n: MIMO 
 
Podle [8] je základem standardu 802.11n vyspělé anténní řešení zvyšující kapacitu 
přenosu signálu. Technologii MIMO původně vyvinuli v Bell Labs už v 70. letech a první 
systémy se již dříve uplatnily pro firemní řešení bezdrátových sítí (např. pro prodloužení 
dosahu WLAN). Základy této technologie využívá kódovací schéma Alamoutiho kódování 
STBC (Space Time Block Coding)  
MIMO pracuje na bázi vysílání několika signálů, které přenášejí data  různými cestami 
v rámci jednoho rádiového kanálu, prostřednictvím více antén u vysílače a přijímače. Celková 
propustnost se pak úměrně s počtem antén zvyšuje. Teoreticky by bylo možné přidáváním 
dalších antén propustnost zvyšovat donekonečna, prakticky se ale zatím uvažuje maximálně 
o čtyřech anténách pro použití v budovách a menší dosah a šestnácti anténách pro vysílání 
v metropolitním měřítku. MIMO může použít více antén asymetricky, buď jen u vysílače či 
přijímače, nebo symetricky na obou stranách.  
Algoritmy, které jsou použity v čipové sadě vysílače vysílají informace jednotlivými 
anténami. Signály se odrážejí od překážek a šíří se různými cestami, což v konvenčních 
systémech může vést k rušení a útlumu signálu. Na straně přijímače jsou signály přijaty více 
anténami a zkombinovány prostřednictvím chytrých algoritmů: na základě maticové 
manipulace specifikující zpracování signálu (podle cesty a příslušného útlumu) a detekce 
cesty, kterou signál přišel, se signály korelují. MIMO systémy také mohou pro větší 
spolehlivost vybrat ty antény, které zajistí nejčistší příjem signálu. Díky tomu je teoretické 
navýšení rychlosti oproti 802.11a/g až 10-ti násobné .   
Technologie MIMO přísluší k nejnižší, tedy fyzické vrstvě přenosového systému, takže 
jej lze uplatnit bez ohledu na bezdrátový přenosový protokol vyšší vrstvy. A dá se použít 
nejen pro zvýšení přenosové kapacity díky paralelnímu vysílání, ale také pro podporu více 
uživatelů, či překonání větší vzdálenosti. 
Zařízení pracující s tímto standardem, přesněji řečeno jeho návrhem, musí mít 
minimálně dvě a dvě antény pro příjem a vysílání. Zařízení by měla pracovat v 2.4GHz 
a 5GHz pásmu, měla by umět detekovat starší sítě a umět se jim přizpůsobit. To znamená 
snížení rychlosti nebo uvolnění pásma pro 802.11a v případě přítomnosti obou sítí [8].  
 
2.8.3 Budoucnost nového standardu 802.11n 
 
Tento standard se připravuje již velmi dlouho (od konce roku 2003). V roce 2006 bylo 
usilováno o schválení draft 2.0. Toho bylo dosaženo až 19.1. 2007. V tuto chvíli je tedy draft 
2.0 standardu 802.11n označován jako pre-standard. To znamená, že zařízení postavená na 
tomto standardu budou s drobnými opravami firmwaru schopna pracovat i s plně schváleným 
standardem 802.11n. To se však netýká zařízení založených na draftu 1.0, ta bohužel nebudou 
schopna pracovat spolu s oficiálně schváleným standardem [10].  
 
2.8.4 Praktické využití nového standardu 802.11n 
 
V praxi to pro mnoho uživatelů bude znamenat, že bude možné posílat  velké objemy 
dat podstatně rychleji. Bude to znamenat i větší použitelnost v multimédiích - stahování filmů, 
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hudby nebo třeba televize přes Internet. A právě od většího nasazení v multimédiích si 
výrobci hodně slibují. 
Do budoucna se počítá s tím, že jednotlivá zařízení v domácnostech budou mezi sebou 
schopna komunikovat bezdrátově. To znamená třeba, že na počítači pustíte film, bezdrátově 
se připojíte k dataprojektoru nebo TV a můžete se dívat na multimediální přenosy, včetně 
HDTV, které je velmi náročné na šířku pásma. Zní to jako samozřejmost, ale doposud to 
bezdrátovou cestou pomocí Wi-Fi nebylo možné. Standardy 802.11b/g totiž mají maximální 
teoretickou rychlost pouze 54 Mb/s. 
Potenciál nového standardu je ve využití multimediálních aplikací, zlepšení přenosu dat, 
zvýšení rychlosti a většího pokrytí signálem. Bude možno přenášet obraz ve vysoké kvalitě již 
i bezdrátově. Asi největším přínosem tohoto standardu, je ale zlepšení propustnosti signálu 
uvnitř budov a zvětšení pokrytí signálem, díky využití i odražených signálů pomocí 
technologie MIMO. V tuto chvíli však standard 802.11n ještě není plně schválen - schválení 
se očekává až v roce 2008. Zařízení založená na draftu 2.0 by teoreticky neměla mít větší 
potíže s přístupem do plně standardizovaných sítí 802.11n. Na trhu je již řada výrobců, kteří 
nabízejí své produkty, které využívají pre-standard 802.11n, otázkou ale je, zda jsou zcela 
kompatibilní i s jinými produkty výrobců jak je tomu u zaběhnutých standardů 802.11a/b/g 
[8]. 
 
2.9 Nedostatky Wi-Fi technologie 
Stávající a používané normy řady 802.11a/b/g nečiní žádné rozdíly mezi typy provozu, 
neexistuje mezi nimi totiž žádný rozlišující prvek. 
 Pro přenos citlivých dat (na zpoždění, kolísání zpoždění či ztrátu paketů) je potřeba 
jednotlivým typům paketů (provozu) zaručit „lepší“ zacházení v síti při přenosu od zdroje k 
cíli. 802.11e má právě za úkol specifikovat řešení pro identifikaci jednotlivých tříd a zaručení 
kvality služby pro přenos hlasu, videa a dat po WLAN. 
 Základním problémem každého přístupového bodu je skutečnost, že se snaží rozdělovat 
přenosové pásmo, které má k dispozici, podle svého vlastního algoritmu, neexistuje žádné 
ustanovení, jak se má přístupový bod v případě zatížení více klienty chovat. Obvyklé chování 
je z pohledu uživatele poměrně chaotické. Přístupový bod přidělí prvnímu klientu veškeré své 
rádiové prostředky a pokud se připojují další klienti, snaží se vyhovět i jim. Protože nejsme 
ale schopni říci, podle jakého principu se bude přístupový bod chovat a  klienty snažit 
obsloužit, způsobuje nepříjemnosti pro aplikace, které jsou na co nejvyrovnanější 
charakteristiku datového přenosu citlivé – především tedy pro multimediální aplikace, jako je 
streamované video, hudba nebo internetová telefonie.Výsledkem je v zatížené WiFi síti 
nerovnoměrný datový přenos, což má za následek přerušování přehrávaného videa nebo 
hudby, případně výpadky v telefonním hovoru prováděném z WiFi telefonů či aplikací 
využívající VoIP. A bohužel tento problém je reálný už v sítích o dvou a více uživatelích 
WiFi připojení. 
Pro koncové uživatele to znamená špatnou zkušenost s produktem, pro výrobce zase 
nemožnost prodávat něco, s čím by zákazníci nebyli spokojeni. Poptávka po multimediálních 
produktech využívajících WiFi je ale silná a je třeba hledat řešení. Tímto řešením by měla být  
vydaná norma 802.11e. 
Pokud má síť splňovat požadavky na kvalitu služby různých typů provozu, musí systém 
pokrýt několik funkcí: mapování QoS (typicky mezi informací o požadované QoS v IP 
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datagramu na informace používané ve WLAN), řízení přístupu k médiu (zda je síť vůbec 
schopná požadavku vyhovět) a přidělování síťových prostředků (typicky šířky pásma). 
Poskytování síťových prostředků se řeší buď rezervací (v centralizovaných 
protokolech), nebo upřednostněním provozu (v distribuovaných protokolech). Upřednostnění 
je založeno na klasifikaci provozu na základě aplikace a přidělení prostředků podle třídy 
priority a podle dostupnosti prostředků a momentální poptávky. Rezervační mechanismy 
MAC jsou vhodné pro aplikace v reálném čase, protože redukují zpoždění při přístupu ke 
kanálu [6]. 
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3  Úvod do QoS 
Pojem kvalita služby QoS (Quality of Service) vyjadřuje jeden z trendů vývoje, kterým 
se ubírají moderní technologie a služby v počítačových sítí. Znamená to tedy poskytovat 
uživatelům služby s předem definovanou kvalitou. 
Datové přenosy v bezdrátových sítích mají jiné vlastnosti než pevné spoje. Ovlivňuje je 
především útlum signálu, rušení a šum, které závisejí na místě a době vysílání a  následně pak 
vedou k chybám a také v čase se měnící kapacitě kanálu. Prostředí, kde je bezdrátový spoj 
realizován může značně ovlivňovat kvalitu a sílu rádiového signálu, podobně jako vzdálenost 
či vzájemné rušení. Pro přenos dat, které jsou citlivé na zpoždění, kolísání zpoždění či ztrátu 
paketů je potřeba pro jednotlivé  typy paketů definovat správné zacházení v síti při přenosu od 
zdroje k cíli, tedy určitou kvalitu služby - QoS.  
V poslední době dochází k nárůstu služeb, u kterých jejich kvalita z pohledu uživatele 
velmi závisí na specifických vlastnostech komunikace přes počítačovou síť. Jde například      
o služby IP telefonie, videokonference a další interaktivní a multimediální služby. Pro 
uživatele je důležité, aby mu byla poskytnuta určitá definovaná kvalita služby (QoS). 
Například  při IP telefonii aby videosignál měl určité rozlišení o určitém počtu obrázků za 
sekundu a zvuk požadovanou šířku pásma nebo přenos datových souborů probíhal určitou 
rychlostí. 
QoS  nesouvisí s tím jen s tím, jak je daná síť „rychlá“, ale jak dokáže zajistit přenos 
jednotlivých toků dat podle charakteristik souvisejících se SLA (Service Level Agreement). 
Kde SLA je dokument, který popisuje úroveň garantované služby, která je zákazníkovi 
poskytována. 
3.1  Implementace QoS v počítačové síti 
 Výše zmíněné požadavky na QoS aplikací lze splnit, pokud se vhodným způsobem 
mapují na QoS počítačové sítě. Nejvýznamnější parametry, které definují QoS počítačové 
sítě, jsou následující: 
 
• Ztrátovost paketů - kolik procent paketů nedorazí od odesílatele k adresátovi 
• Průchodnost - objem dat v bajtech přenesený za jednotku času  
• Zpoždění - doba potřebná k přenosu paketu od odesílatele k adresátovi 
• Změna zpoždění - jak se mění zpoždění jednotlivých paketů během přenosu 
 
Kvalita poskytované služby u počítačové sítě může být implementována v různých 
vrstvách v rámci modelu počítačové sítě. Nejčastěji se  však používá implementace na úrovni 
ATM (Asynchronous Transfer mode), je-li technologie ATM použita, nebo na úrovni 
protokolu IP, tedy na síťové vrstvě. Při implementaci na úrovni protokolu IP existují dva 
hlavní přístupy řešení: integrované služby (integrated services, ve zkratce intserv) 
a rozlišované služby (differentiated services, ve zkratce diffserv). Nejprve byla pozornost 
věnována implementace QoS na úrovni ATM, později se pozornost přesunula na QoS na 
úrovni IP, což souvisí s celkovým ústupem od používání technologie ATM. Pro bezdrátové 
sítě WLAN je QoS definována pomocí standardu 802.11e [11]. 
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3.2 Standard 802.11e 
Tento standard by měl vyřešit nedostatek 802.11 rozšířením MAC (Medium Access 
Layer) pro QoS (Quality of Services). Toto rozšíření o MAC by v  případě uživatele, který by 
pořádal v bezdrátové síti videokonferenci nebo by telefonoval, má zajistit trvalý a dostatečný 
tok dat.  
 
Na normě pro přenos hlasu po WLAN se pracovalo v IEEE, kde se specifikovaly 
všechny mezinárodní normy pro bezdrátové sítě. Norma, specifikující podporu pro QoS 
802.11e, byla schválena na konci roku 2005 a má sloužit jako doplněk ke stávajícím normám 
pro tři typy WLAN, 802.11a/b/g.  
 
Pro přenos dat, která mají různou prioritu v závislosti na zpoždění, kolísání zpoždění či 
ztrátu paketů, je potřeba zaručit správné zacházení v síti při přenosu od zdroje k cíli, tedy 
určitou kvalitu služby QoS. Norma 802.11e má právě za úkol specifikovat řešení pro 
identifikaci jednotlivých typů dat a zaručení kvality služeb pro přenos hlasu, videa a dat po 
WLAN. Stávající řešení přenosu po WLAN 802.11a/b/g totiž nečiní žádné rozdíly mezi 
jednotlivými typy datových paketů [12].  
 
3.3 QoS podle 802.11e 
Původní metoda přístupu k přenosovému médiu podle 802.11 nabízí podle [15] dva 
režimy komunikace: DCF (Distributed Coordination Function) a PCF (Point Coordination 
Function), které se uplatňují u všech typů WLAN 802.11a/b/g: 
 
• DCF,  
je základní metoda, kterou podporují všechny stanice. DCF je založena na přístupu 
CSMA/CA (Carrier Sense Multiple Access with Collision Avoidance – mnohonásobný 
přístup s nasloucháním nosné a varováním před kolizí). Tato metoda  zajišťuje koordinaci 
přístupu k rádiovému kanálu tím, že stanice monitoruje aktivitu na kanále, a pokud vysílá 
někdo jiný, odloží své vysílání na náhodně dlouhou dobu. Režim DCF nepodporuje žádné 
priority přenosů. Jeho nevýhodou je také to, že při větším počtu stanic stoupá 
pravděpodobnost kolizí při komunikaci a řešením těchto kolizí klesá celková přenosová 
kapacita kanálu.  
 
• PCF  
 
Tato metoda je podle IEE 802.11 definována jako volitelná a mezi stávajícími 
zařízeními není vždy podporována. Využití nachází v případě kdy jsou jednotliví uživatelé 
připojováni do sítě přes přístupový bod AP, který zde pak při použití této metody vykonává 
funkci arbitra a přiděluje přenosové médium registrovaným uživatelům. Přidělování média 
pak funguje na základě cyklické obsluhy nebo priorit. Přenos dat je v režimu PCF 
synchronizován pomocí tzv. super-rámců (Super Frame), který se dále dělí ještě na dva menší 
rámce. Prvním je CFP (Contention Free Period) kde přístup k médiu řídí arbitr – AP a druhým 
rámcem je CP (Contention Period) kde je pro přístup k přenosovému médiu využita klasická 
metoda DCF. Při použití metody PCF dojde sice k lepšímu využití přenosového média, není 
však podporována všemi zařízeními a nedefinuje nám třídy provozu – Traffic Classes. 
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3.3.1 Rozšíření MAC podle 802.11e 
 
Podle [15], standard 802.11e na podporu QoS rozšířil obě tyto původní metody. 
Povinný DCF rozšířil na EDCF (Enhanced Distribution Coordination Function) a volitelný 
PCF na HCF(Hybrid Coordination Function). Navíc zajišťuje zpětnou slučitelnost se 
zařízeními nevybavenými podporou pro QoS (podle původních norem 802.11a/b/g). 
 
• EDCF,  
tato metoda rozděluje datový provoz celkem do osmi úrovní priorit, které odpovídají 
požadavkům různých typů paketů. Každá stanice tak může mít až čtyři kategorie provozu na 
podporu osmi úrovní priority viz Tab. 5. Těchto osm úrovní priorit je navrženo tak, aby 
odpovídalo požadavkům od nejnižší priority např. stahování datových souborů, až po nejvyšší 
prioritu, kterou mají aplikace s největšími nároky na kvalitu spojení např. VoIP. Vysílání 
stanic, které tento režim nepodporují se automaticky řadí do kategorie „best effort“.  
 
V každé kategorii je definována doba AIFS (Arbitration Interframe Space), která 
určuje interval čekání uživatele než mu bude uvolněno bezdrátové médium pro přenos. AIFS 
se prodlužuje se snižující se prioritou provozu, takže stanice s vysokou prioritou provozu 
bude čekat kratší dobu než stanice s daty příslušejícími provoz o nižší prioritě.  
 
K době AIFS, která je určená danou kategorií provozu se navíc ještě doplňuje náhodně 
dlouhý časový interval CW (Contention Window). Obav tyto intervaly jsou vyjádřené v 
násobkách časových úseků (slots), které jsou 20 mikrosekund pro standard 802.11b a devět 
mikrosekund pro standard 802.11g. Tento přídavný interval CW brání kolizím paketů stejné 
kategorie. Vztahy mezi jednotlivými intervaly čekání jsou vidět na Obr. 6. 
 
Tab. 5:  Doba čekání na vysílání (v časových úsecích) u jednotlivých kategorií [15]. 
Kategorie Charakteristiky přenosu AIFSN CW (Contention Window) 
Celková 
doba čekání 
Hlas (7,6) VoIP s nejvyšší kvalitou – 
minimální zpoždění 2 0 – 3 2 – 5 
Video (5,4) video toky (běžné i vysoké 
rozlišení) 2 0 – 7 2 – 9 
Best effort 
(0,3) 
interaktivní aplikace necitlivé 
na zpoždění 3 0 – 15 3 – 18 





Obr. 6: Princip metody EDCF [15]. 
 
• HCF,  
tento volitelný protokol definuje, podobně jako u PCF, dotazovací mechanizmus, kdy 
si uživatel žádá od přístupového bodu AP právo na vysílání v bezdrátovém médiu. AP 
přiděluje právo vysílání jednotlivým uživatelům na základě osmi možných identifikátorů 
provozu TSID (Traffic Stream Identifier). Základní rozdíl oproti PCF je, že hybridní 
koordinátor -  typicky je to AP, může řídit provoz na základě jiné metody než je cyklická 
obsluha uživatelů. Jednotlivé stanice také poskytují informace o délkách jejich front pro 
každou třídu provozu a  koordinátor může tyto informace použít pro upřednostnění vybraných 
stanic před ostatními. Stanice mají navíc možnost využít zaslání několika paketů naráz, 
v časovém intervalu,který jim koordinátor přidělí. HCF je jedna z nejvíce komplexních metod 
pro řízení provozu. 
 
3.4 WMM od WiFi Aliance jako dočasné řešení 
 
Standard 802.11e, který IEEE vydala, je velmi komplexní a navržen tak, aby byl do 
budoucna co nejvíce otevřen a bylo  ho možno nasadit pro použití i ve firemním prostředí pro 
nejnáročnější klienty. Pro praxi a běžné použití není však taková robustnost a rozšiřitelnost 
zapotřebí, protože největší požadavky přicházejí z oblasti domácích uživatelů. Potřeby 
domácích uživatelů jsou ale pouhou podmnožinou toho, co standard 802.11e nabízí. Proto 
Wi-Fi Aliance (WFA) vytvořila v srpnu 2004 dočasné řešení pro podporu QoS, které nazvala 
WMM tedy Wireless MultiMedia. 
 
Testování produktů podporující WMM začalo na podzim roku 2004.Od té doby WFA 
certifikovala  již přes stovku produktů podle WMM. Produkty certifikované podle WMM 
podporují tedy pouze některé prvky standardu 802.11e, kterými jsou označování rámců podle 
priorit a řazení příchozích rámců do front. WMM však obsahuje však všechny potřebné 
funkce, které jsou nejčastěji na trhu žádané, tedy upřednostňování provozu multimediálních 
aplikací, jako je video, hudba či hlas probíhající v reálném čase. 
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WMM vychází z řešení podpory QoS pro odlišení služeb při použití protokolu IP 
a rozděluje provoz do čtyř úrovní priorit viz Obr. 12. Nejvyšší prioritu mají hlasové služby, 
poté video, dále je kategorie data (best effort) a nejnižší prioritu mají ostatní služby jako jsou 




Obr. 7: Čtyři úrovně priorit ve WMM [12]. 
 
WMM je dostačující pro aplikace, které se spokojí s nižšími datovými rychlosti např. VoIP. 
Pro správnou funkci zařízení, podporující WMM, je však důležité, aby ji podporovalo 
i koncové zařízení. Očekává se, že se na trhu začne objevovat širší výběr koncových zařízení s 
podporou WMM, například VoIP telefony s podporou WiFi rozhraní a WMM, které bude 
stačit připojit ke kompatibilnímu přístupovému bodu AP. Nevýhodou dosavadních WiFi 
zařízení byla právě absence podpory QoS nebo WMM, takže kvalita bezdrátového připojení 
na přístupový bod nemohla být  pro klienty garantována [6]. 
 
3.5  Technologie VoIP a QoS 
V dnešní době dochází k masivnímu nárůstu vysokorychlostního připojení k internetu 
a s tím i nárůst aplikací, které toto navýšení mohou využít. Rozvoj internetu ovlivnil i vývoj 
přenosových a spojovacích technologií a telefonní hovor postavil do pozice služby 
poskytované na IP sítích. Pro přenos hovoru je právě nejrozšířenější technologie VoIP (Voice 
over IP). Základy této technologie byly vytvořeny v polovině 90.let a nejznámějšími 
komunikačními protokoly jsou H.323 a SIP(Sesion Initiation Protocol). VoIP tedy realizuje 
přenos digitalizovaného lidského hlasu a využívá k tomu IP sítě. Tyto sítě byly však původně 
určeny pouze pro přenos dat, s tím pak souvisejí specifické požadavky VoIP. Technologii 
VoIP lze však používat i mimo Internet například ve firemních a privátních sítích. 
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Při využívání VoIP lze kvalitu hovoru rozdělit do tří základních kategorií: 
 
• Kvalita poslechu hodnocená uživatelem - zde je hlavním parametrem určujícím 
tuto kvalitu především druh použitého kodeku. 
 
• Kvalita konverzace - zde se uplatňují vlivy jako je echo a zpoždění 
 
• Kvalita přenosu -  tento parametr závisí na schopnosti sítě přenášet hlas 
 
V IP sítích jsou hlasové služby přenášeny v paketech protokolu RTP (Real Time 
Protocol). Tento protokol je založen na datagramové službě, nespojově orientovaném 
a nespolehlivém přenosu. Tyto vlastnosti však nevylučují, že hovor uskutečněný přes IP síť 
by nemohl být kvalitní. Vždy totiž záleží na tom jak je daná sít optimalizována pro přenos 
hlasových služeb. 
 
Na kvalitu hovoru v IP sítích má zásadní vliv jitter, viz.dále, kterému se však dá 
zabránit při použití vhodných nástrojů zabezpečující QoS. Těmito nástroji může být například 
označování hlasových paketů a jejich upřednostňovaní ve frontách, fragmentace dlouhých 
paketů nebo rezervace šířky přenášeného pásma. Rezervované zdroje však musí být 
zabezpečeny po celé trase kudy jsou posílány dané pakety. Vliv na kvalitu hovoru a zpoždění 
mezi odesílatelem a příjemcem je podrobně popsán v doporučení ITU-T G.114. Podle tohoto 
doporučení by se hodnoty zpoždění měly pohybovat maximálně do 150 ms pro kvalitní hovor. 
Při hodnotách kolem 300ms a výše dochází k degradaci kvality hovoru, která se 
exponenciálně zvyšuje s narůstajícím zpožděním. Při rychlostech připojení nad 1Mb/s po celé 
délce trasy se však jitter u VoIP již téměř neuplatní a je pravděpodobné, že rozvoj 
širokopásmových připojení tento problém odstraní. Dalším podstatným parametrem je při 
použití VoIP také ztráta paketů. Při datovém přenosu nehraje ztráta paketů nijak významnou 
roli, protože si lze daný paket kdykoliv vyžádat znovu, což u hlasových služeb nelze. 
V případě kdy dochází k ojedinělým ztrátám, lze kvalitu hovoru udržet použitím maskovacích 
algoritmů, kde se uživateli přehraje znovu poslední příchozí paket. Při použití kodeků 
s predikčními metodami má však větší ztráta paketů téměř destruktivní účinek na kvalitu 
hovoru [14]. 
 
V poslední době se s rozvojem a nárůstem počtů bezdrátových Wi-Fi sítí objevily na 
trhu tzv. Wi-Fi telefony, které nepracují stejně jako normální mobilní telefony v GSM sítích, 
ale podporují technologii VoIP. Tyto telefony lze používat v dosahu Wi-Fi bezdrátového 
internetového připojení podobně jako notebooky.Většina z nich je přímo navržena pro 
program Skype, který je jeden z nejrozšířenějších mezi uživateli využívající VoIP. 
 
3.5.1 Parametry definující QoS pro VoIP 
 
Při implementaci QoS do IP telefonie je hlavním cílem dosažení co nejvyšší kvality 
provozovaných služeb. QoS se stará o to, aby programy pro VoIP pracovaly co nejefektivněji,  
v případě přetížení sítě bylo zajištěno upřednostnění „hlasových“ paketů a aby se co nejlépe 
využila přenosová kapacita.Použití QoS v internetové telefonii zahrnuje a řeší však více 
různých oblastí. Podle [14] jsou třemi základními parametry, které mají rozhodující vlil na 




• Latence (Latency), 
 
je nejvyšší možné zpoždění, které mohou pakety na přenosové cestě sítí dosáhnout. 
Jde tedy o dobu, kterou datové pakety potřebují k přenosu od odesilatele k příjemci, a tato 
doba má přímý vliv na kvalitu telefonního hovoru. Čím je hodnota latence vyšší, tím je 
úměrně horší i kvalita hovoru, protože dochází k celkovému zpomalení. Telefonní hovor je 
komunikace, která je prováděna v reálném čase, a proto je velmi citlivá na jakékoli zpoždění 
paketů. Pro kvalitní hovor se vyžaduje co nejnižší možná latence, nejlépe kolem 50 – 150 ms, 
maximální použitelná hranice je přibližně do 200 - 250 ms. Při hodnotách latence kolem 
300m je již v telefonním spojení znatelné zpoždění a hovor neprobíhá plynule. Čím vyšší je 
pak  hodnota latence, tím je telefonní spojení horší, komunikující strany hovoří s výrazným 




neboli rozptyl zpoždění paketů, má zásadní vliv na kvalitu telefonního hovoru. V řadě 
případů jde o problém s nízkou rychlostí připojení, nebo s přetížením sítě. Pro docílení 
kvalitního telefonní spojení by měla být hodnota jitteru nižší než 50 ms. Kompenzace tohoto 
rozptylu se řeší zařazením tzv. jitter buffer (vyrovnávací paměť), který uměle zpožďuje 
všechny přijaté pakety, aby výsledné zpoždění bylo konstantní. Příliš velký rozptyl lze také 
eliminovat použitím nástrojů QoS, kterými může být označování hlasových paketů, jejich 
upřednostňováním ve frontách a fragmentací příliš dlouhých paketů 
 
• Ztrátovost paketů (Packet losses), 
 
je parametr, který má také velký podíl na proměnlivé kvalitě telefonního spojení. Pro 
velmi kvalitní spojení by neměla by existovat žádná ztrátovost paketů. Malé ztráty paketů 
lidské ucho obvykle nepostřehne. Pokud však ke ztrátě během hovoru dojde, tak se obvykle 
řeší tak, že je účastníkovi zopakován poslední přijatý paket. Jelikož se jedná pouze o  ztrátu 
10–40 ms hovoru, uživatel ztrátu jednoho paketu nezaznamená. Problém nastane v případě, 
když se ztratí paketů více. Pak totiž v telefonním spojení vzniknou mezery, tzv. hluchá místa. 
Hlavní vliv na ztrátovost paketů má hodnota maximální nastavené tolerance jitter, která by 
neměla mít příliš nízkou hodnotu. Nastavení této hodnoty má totiž zásadní vliv na latenci 
i ztrátu paketů. Nastavení jitter bufferu je tedy určitým kompromisem. Nízká hodnota bude 















4  Koncept softwaru pro vyhodnocení kvality rádiového spoje 
Při návrhu konceptu softwaru pro vyhodnocení kvality rádiového spoje jsem pro tvorbu 
své aplikace použil vývojové prostředí Borland C++ Builder verze 6.0. Tento vývojový 
nástroj umožňuje jednoduše navrhovat a vytvářet aplikace pod operačním systémem 
Windows. Jak už vyplývá z názvu,  programování v C++ Builder je založeno na jazyce C++ 
a představuje jakousi nadstavbu tohoto jazyka. V tomto vývojovém prostředí lze velmi snadno 
navrhovat především vizuální vzhled aplikace. Další výhodou tohoto prostředí je to, že C++ 
Builder je kompletně postaven na tzv. objektově orientované architektuře a umožňuje vytvořit 
spustitelné .exe soubory, které jdou spustit i na počítačích, kde není C++ Builder 
nainstalován. 
Nejprve jsem při návrhu uvažoval o dvou samostatných programech postavených na 
bázi klient a server, později jsem je ale sloučil do jednoho celku.Vytvořil jsem tedy aplikaci, 
kterou jsem nazval Test připojení.  
Následující vývojový diagram ukazuje principiální funkci programu Test připojení. 
 
Obr. 8: Vývojový diagram programu Test připojení. 
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4.1 Popis programu Test připojení 
Samotný program slouží k měření přenosové rychlosti. Pro jeho funkci je nutné, aby byl 
spuštěn na dvou počítačích. Na prvním jako služba Server a na druhém jako Klient. Při 
spuštění zkompilovaného .exe souboru se uživateli ukáže základní okno aplikace viz.Obr. 9. 
 
 
Obr. 9: Program Test připojení. 
Program je vizuálně rozdělen na levou a pravou část.V levé části uživatel nastavuje 
jednotlivé parametry a v pravé se mu po ukončení testu vypisují výsledky měření. První věc, 
kterou si uživatel musí vybrat, je v poli Služba, kde si zvolí zda program poběží jako Server 
resp. Klient.  
 
Po vybrání příslušné služby se zpřístupní volba spuštění Serveru resp. připojení 
Klienta k Serveru. U služby Server je přednastaven port 999, který si uživatel může změnit na 
jiný dostupný. Na straně Klient je pak třeba zadat IP adresu počítače, na kterém běží program 
v módu Server a příslušné číslo portu. Poté se tlačítkem Spoj naváže spojení s druhým 
programem, na kterém běží služba Server. Základ komunikace programu mezi službou Server 
a Klient je realizován pomocí komponent ServerSocket a ClientSocket. Po úspěšném navázání 
spojení mezi Klienta se Serverem se ve spodní části aplikace v liště StatusBar vypíše hlášení 
a zpřístupní se volba pro samotné testování. Zde uživatel nastavuje délku posílaných 
testovacích paketů v bajtech a jejich počet.  
 
Při kliknutí na tlačítko Spustit test dojde nejprve  ve skriptu LaunchTest k ověření 
zadaných hodnot, kterými jsou délka paketu a jejich počet. Poté dojde k poskládání 
informačního rámce, který obsahuje informace o délce paketu PaketCnt a počtu paketů 
PacketLenght, které uživatel zadal. Odesláním tohoto rámce dojde k aktualizaci těchto údajů 
před samotným přenosem testovacích paketů i na druhé straně programu. V okamžiku příjmu 
informace o začátku testu rychlosti je ve skriptu RecieveData načten počáteční čas testu  
_TestTime = GetTickCount(), který pomocí funkce GetTickCount zjišťuje skutečný časový 
přírůstek. V průběhu samotném posílání testovacích paktů je v liště ProgressBar, přibýváním 
modrých proužků, zobrazován aktuální průběh poslaných paketů. Při odesílání paketů se také 
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vždy zapne Timer, který nám hlídá zda přijde potvrzení TEST_ACK o příjmu paketu do 
určitého časového limitu. Pokud toto potvrzení nepřijde, tak se délka posílaných paketů sníží 
o polovinu a celý přenos pokračuje od začátku. Tato redukce délky paketů by měla ošetřit 
událost, kdy by se vlivem rušení či špatného spojení příliš dlouhé pakety ztrácely. Po 
ukončení přenosu je poslána informace o ukončení TEST_END. Ve skriptu RecieveData se 
vykoná po příjmu všech testovacích paketů výpočet celkového času testu pomocí rozdílu 
hodnot z funkce GetTickCount, které jsme na začátku testu uložili do proměnné TestTime. 
Tento čas nám také bude sloužit pro výpočet přenosové rychlosti  z hodnoty celkových 
přenesených dat AllData, do kterých ze započítají jak užitečná data, tak datové hlavičky. 
Aktuální vypočtené hodnoty se pak zapíší do pole Celkový čas, Přenesená data a Změřená 
rychlost v části aplikace Test rychlosti a dále také do Výsledků měření viz Obr. 10. Tyto 
hodnoty jsou také poslány druhé straně měření, kde se rovněž zobrazí. Do Výsledků měření se 
postupně zapisují vždy všechna naměřená data z každého testu, výsledky lze vždy smazat  
kliknutím na tlačítko Smaž, nebo uložit do textového souboru kliknutím na tlačítko Ulož. Test 
rychlosti lze spustit jak v módu Klient tak v módu Server. 
    
 
Obr. 10: Zobrazené výsledky měření v programu Test připojení. 
 
4.2 Testování programu na bezdrátové sítí 
Pro vyzkoušení programu Test připojení, jsem si v laboratoři PA-729 sestavil vlastní 
bezdrátovou síť z Wi-Fi access pointu Linksys a dvou notebooků, do kterých jsem nahrál 




• Bezdrátový přístupový bod Linksys WRVS4400N 
• Notebook Dell Latitude D505 s bezdrátovým PCMCI adaptérem  Linksys WPC300N 
• Notebook Dell Latitude D505 s bezdrátovým PCMCI adaptérem  Linksys WPC300N 
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Přístupový bod jsem přes webové rozhraní  nakonfiguroval tak, aby vysílal na kanálu 
č.1 fc = 2,412 GHz ve standardu 802.1g. Přestože použité AP i bezdrátové adaptéry byly od 
stejného výrobce Linksys, který u obou zařízení deklaroval kompatibilitu i pro standard 
802.11n, nebylo možné se s bezdrátovými adaptéry připojit k AP při zapnutém módu vysílání: 
802.11n only. Připojení bylo možné navázat pouze v konfiguraci 802.11g. Pro připojení k AP 
využívaly adaptéry Linksys software Wirelles Network Monitor v1.05 viz. Obr. 11. 
 
 
Obr. 11: Základní okno obslužného programu Wirelles Network Monitor. 
 
Tento program kromě navázání spojení bezdrátové karty s AP umožňoval 
i jednoduché skenování kanálů bezdrátové sítě viz. Obr.12  
 
 
Obr. 12:  Skenování kanálů bezdrátové sítě programem Wirelles Network Monitor. 
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Jak lze vidět na Obr.12, v době testování mého programu byly v pásmu 2,4 GHz 
nalezeny pouze 2 jiné vysílající AP a to na 9. a 2. kanálu AP-VUTBRNO. Jelikož úroveň 
signálu z AP, který vysílal na 2. kanále byla pouze 30% a další obsazený 9. kanál byl 
dostatečně vzdálený od mého 1. kanálu, nepředpokládal jsem tedy žádné další rušení. 
 
Při testování programu jsem postupně zvyšoval velikost paketů a zjišťoval maximální 
možnou přenosovou rychlost. Počet paketů jsem nastavil na hodnotu 1000 a velikost 
přenášených paketů jsem postupně zvyšoval od hodnoty 128 B až po 4096 B, což bylo pro 
danou bezdrátovou síť maximum. Při této délce se již pakety začaly ztrácet a téměř žádný test 
neproběhl do konce, protože  program začal délku paketů automaticky zmenšovat při 
nepotvrzení přeneseného paketu. Maximální přenosová rychlost, které se mi podařilo 
dosáhnout, aniž by při ní nedocházelo stabilně k žádným ztrátám paketů, byla hodnota 
413 kB/s pro velikost paketu 2048 B viz. Obr. 13. Pro velikost paketů 128 B byla maximální 
změřená přenosová rychlost 105 kB/s viz. Obr.14.  
 
Obr. 13: Test připojení pro pakety o délce 128 B. 
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Obr. 14: Test připojení pro pakety o délce 2048 B. 
Maximální dosaženou přenosovou rychlost jsem také ověřil při přenosu z FTP serveru. 
Zde byla průměrná rychlost 430 kB/s viz. Obr. 16., což téměř odpovídá dosažené rychlosti 
programem Test připojení.  
 
Obr. 15: Ověření dosažené přenosové rychlosti. 
 
Naměřené hodnoty a závislost délky paketu na přenosové rychlost zobrazuje následující 
tabulka a obrázek. 










[ B ] 
Celkový čas 
přenosu [ s ] 
Přenesená  
data [ kB ] 
Přenosová  
rychlost [ kB/s] 
128 2,53 268 105 
512 2,87 652 226 
1024 3,19 1164 364 
1532 5,18 1672 322 






























Obr. 16:Závislost přenosové rychlosti na délce posílaných paketů. 
 
Při měření se mi potvrdil teoretický předpoklad, že s rostoucí velikostí paketů se bude 
zvětšovat i maximální dosažitelná přenosová rychlost, zároveň je však u delších paketů větší 
pravděpodobnost výskytu chyby při přenosu. 
 
4.3 Zhodnocení programu  
Pro dosažení co nejpřesnějších hodnot měření je nutné provést programem Test 
připojení větší počet měření, protože naměřené hodnoty mohou v některých případech značně 
kolísat a neodpovídat tak skutečnosti. Tato nepřesnost je způsobena použitou komponentou 
Timer, která v programu odměřuje časový interval příchozích zpráv ACK. Tento časovač totiž 
není příliš vhodný pro přesné odměřování časových intervalů. I pro případ, že by program 
Test připojení byl spuštěn v systému Windows samotný, nebude tato komponenta měřit 
přesné časové intervaly. Tento jev se podle [13] vysvětluje tím, že hardwarový časovač je 
schopen odměřovat pouze celočíselné násobky 55ms. Tím, že časovač reaguje na zprávu, se 
může stát, že se její příjem zpozdí v případě, kdy se spouští jiná aplikace. Tento časovač má 
totiž nejnižší prioritu. Nepřesnost měření může nastat i v případě, že běžící aplikace 
zpracovává jiné události, kterými může být i pohyb oknem. Obdobným způsobem vnáší 
nejednoznačnost do naměřených hodnot funkce GetTickCount, pomocí které program 
odměřuje celkový čas testu, protože i tato funkce nemusí časové intervaly odměřit přesně. 
Podle [13] problém přesného časování způsobuje sama architektura systému Windows, která 
možnost přesného měření časových intervalů vylučuje.  
Pokud bychom chtěli měřit hodnoty ztracených či znovuposlaných paketů přímo 
v bezdrátovém médiu, bylo by třeba přistupovat k těmto hodnotám přímo přes firmware 
daného chipsetu bezdrátového Wi-Fi adaptéru. Tento způsob využívá aplikace AirMagnet 
pomocí níž je realizováno další měření v následující kapitole. 
 37
5 Měření počtu ztracených paketů aplikací AirMagnet   
Laptop Wireless LAN  Analyzer 
V tomto měření jsem pro zjištění počtu ztracených paketů v závislosti na zvyšování 
jejich délky při přenosu ve Wi-Fi síti využil komerční aplikaci AirMagnet   Laptop Wireless 
LAN  Analyzer verze 4.0 viz. Obr.14. Tato aplikace umožňuje kompletní diagnostiku 
bezdrátové sítě pro normy IEEE 802.11b/g pracující v pásmu 2.4 GHz  a IEEE 
802.11a pracující v pásmu 5 GHz .  
Měření probíhalo v laboratoři  PA-729 ústavu UREL na notebooku s bezdrátovým 
PCMCI adaptérem: AirMagnet trio 802.11 a/b/g (NL-5354CB) na lokální Wi-Fi síti 
VUTBRNO. Tuto síť jsem vybral záměrně, protože přístupový bod AP, který síť realizoval, 
vysílal na 6. kanálu a v místě příjmu měl  sílu signálu téměř na hranici použitelnosti:         




Obr. 17: Základní okno aplikace AirMagnet Laptop Wireless LAN Analyzer. 
 
Při měření jsem využil položku Tools, která obsahuje 14  nástrojů pro podrobné měření 
vybraných parametrů bezdrátové sítě. Zvolil jsme záložku Performance a nastavil parametry 
měření viz. Obr. 18. Měření probíhalo vždy po dobu 600s, rychlost připojení kolísala od 
1 Mb/s do 11Mb/s v závislosti na síle signálu, která se měnila. Toto kolísání bylo způsobeno 
zřejmě pohybem osob na chodbách a v učebnách, a možným rušením přístrojů v jiných 
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laboratořích. I při těchto podmínkách byla však síla signálu v místě měření dostatečná pro 
přenos dat z FTP serveru a prohlížení webových stránek. 
 
Obr. 18: Nástroj pro měření propustnosti sítě. 
 
Výsledky měření jsou během měření zobrazovány průběžně v okně aplikace 
viz. Obr. 18. Po ukončení měření  lze výsledky v textové podobě exportovat do soubor.csv  
viz. níže. 
 
AirMagnet Throughput test export log 
Start log  2008/5/13 - 20:41:35 
 
 AP MacAddress [SSID]-MediaType 









Speed in Mbps,2.000000 
Channel,1 
Test time in seconds,600 
 
Total Tx Packets,15226 
Tx Packet Rate in pkts/sec,25 
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Total Tx bytes,23265328 







[*Throughput log completed*] 
 
Při měření jsem se zaměřil na to, zda velikost rámce ovlivňuje počet ztracených 
či znovu poslaných paketů. Maximální počet opakování jsem nastavil na 3, po překročení této 
hodnoty byl testovaný rámec vyhodnocen jako ztracený. Velikost rámce jsem volil 
od nejmenší možné hodnoty 128 bajtů po maximální hodnotu 4096 bajtů. Sledovanými 
parametry byla tedy velikost rámce – Frame size, procentuálně vyjádřený počet znovu 
poslaných resp. ztracených paketů - Retries resp.Lost. Naměřené hodnoty a závislost 
znovuposlaných a ztracených paketů ukazuje následující tabulka a obrázek. 























































é pakety [ % ]
Ztracené
pakety [ % ]
 
Obr. 19: Závislost znovuposlaných a ztracených paketů na velikosti rámce. 
Velikost rámce 
[ B ] 
Znovuposlané pakety
[ % ] 
Ztracené pakety 
[ % ] 
128 10 0 
512 14 0 
1024 21 2 
1532 29 1 
2048 35 3 
4096 45 4 
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Z naměřených hodnot vyplývá, že počet ztracených či znovu poslaných paketů je 
víceméně závislý na velikosti posílaného paketu. To odpovídá teoretickému předpokladu, že 
s rostoucí velikostí paketů se zvyšuje i počet znovu poslaných a ztracených paketů, protože 
při přenosu delšího paketu je větší pravděpodobnost výskytu chyby při přenosu. Určitá chyba 
měření byla zřejmě způsobena výše zmiňovaným kolísáním úrovně signálu a následné 
rychlosti připojení. Z měření však vyplývá, že i když se hodnota znovuposlaných paketů 
v některých případech blížila téměř 50 %, tak z pohledu běžného uživatele, který by 
nevyžadoval stabilní datovou rychlost, by se kvalita služby Web či FTP nijak zásadně 
neovlivnila, pouze by se webová stránka načítala déle a přenosová rychlost snížila. V případě 
využívání aplikací VoIP by však byla v závislosti na navýšení počtu znovuposlaných 
a ztracených paketů  ovlivněna přenášená kvalita zvuku,případně i obrazu. Při celkových 
ztrátách paketů kolem 1 %  by dle použitého kodeku patrně docházelo k fragmentaci obrazu a 
výpadkům zvuku či jeho zkreslení. V krajním případě kdy by ztráty paketů dosáhly 2-4 % by 
již však služby VoIP a podobné byly téměř nepoužitelné. 
 
Výhodou této aplikace je, že dokáže změřit počet znovusposlaných (Retries) 
a ztracených paketů (Lost), přímo v bezdrátovém médiu. Dosahuje toho tím, že má přístup 
přímo k firmwaru chipsetu bezdrátového Wi-Fi adaptéru. Nevýhodou je pak omezený počet 
podporovaných Wi-Fi adaptérů s kterými tato aplikace umí spolupracovat. 
 
5.1 Měření kvality bezdrátového připojení 
V tomto měření jsem se zabýval vlivem rušení sousedních kanálů na kvalitu připojení 
v bezdrátových sítích 802.11b/g  využívající frekvenční pásmo 2,4 GHz. Měření probíhalo 
v laboratoři  PA-729 ústavu UREL. Při měření jsem jako zdroj rušení použil generátor 
signálu, který umožňoval generování standardu 802.11 viz. Obr. 20. Pro připojení do školní 
Wi-Fi sítě VUTBRNO jsem použil notebook s  bezdrátovým PCMCI adapterem. Průběh 
příslušných kmitočtových spekter signálu jsem pak zobrazoval na spektrálním analyzátoru. 
K oběma měřícím přístrojům  generátoru i spektrálnímu analyzátoru jsem pomocí redukčního 
koaxiálního kabelu připojil malé anténky pro pásmo 2,4 GHz, které se běžně používají pro AP 




• Generátor signálu (rušení): Vector Signal Generator R&S®  SMU200A  
• Spektrální analyzátor: Rohde&Schwarz Spectrum Analyzer 9 kHz – 3 GHz 
• Notebook Acer - Aspire1353LC s bezdrátovým PCMCI  adaptérem Buffalo g54.  




Obr. 20: Vector Signal Generator R&S®   SMU200A. 
 
Přehled možností  R&S Vector Signal Generator, které uvádí manuál pro  
generování signálů normy IEEE 802.11a/b/g : 
 
•  Módy fyzické vrstvy OFDM (IEEE.802.11a/g) a CCK/PBCC (IEEE.802.11b/g). 
•  Chip/Sample rychlost 20 Mcps (OFDM IEEE.802.11a/g) a 11 Mcps (CCK/PBCC        
IEEE.802.11b/g). 
•  Bitová rychlost: 1Mbps, 2Mbps, 5.5Mbps a11 Mbps (CCK/PBCC), 22Mbps (PBCC), 
6 Mbps, 9 Mbps, 12 Mbps, 18 Mbps, 24Mbps, 36 Mbps, 48 Mbps a 54 Mbps 
(OFDM). 
•  Modulace: DBPSK,DQPSK a CCK/PBCC (CCK/PBCC) a BPSK,QPSK,16QAM 
nebo 64QAM (OFDM) (závisející na specifikované bitové rychlosti). 
• Kódovaná data mohou být aktivována nebo deaktivována (CCK/PBCC) a počáteční 
stav kodéru může být nastaven náhodně nebo na hodnotu nastavenou uživatelem 
(OFDM).  
 
5.2 Frekvenční spektrum signálů z generátoru standardu 802.11b/g  
 
Při měření jsem použil signály z generátoru, které generovaly náhodná data v celém 
spektru zvoleného kanálu viz. Obr. 21 a Obr. 22. Datový tok generovaného signálu jsem 
nastavil na 24 Mb/s což by ve skutečném provozu odpovídalo zhruba středně zatížené 
bezdrátové sítě. Zobrazená spektra jsou zachyceny v režimu přístroje Max Hold, kdy jsou 
zobrazována vždy jen maximální úrovně spektrálních složek. Frekvenční spektrum obou 
signálů z generátoru odpovídalo teoretickým předpokladům podle použitého standardu. 
Spektrum standardu 802.11g mělo výrazněji ostřejší hrany díky použité technice OFDM 
oproti standardu 802.11b, který využívá DSSS. Úrovně přijímaných signálů byly značně 
závislé na poloze vysílací antény generátoru a přijímací antény spektrálního analyzátoru, 
hlavně při pohybu s nimi. Během měření jsem se však snažil s anténami nepohybovat či je 
ničím nestínit, aby byly úrovně signálů během celého měření konstantní. 
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Obr. 21: Spektrum 802.11g,1. kanál fc = 2,412 GHz. 
 




Při samotném měření jsem se  notebookem připojil do školní sítě VUTBR, která vysílá 
na 9. kanále viz. Obr. 23. Poté jsem webovou aplikací Test rychlosti připojení k Internetu, 
která je k dispozici na serveru http://rychlost.cz/, změřil rychlost downloadu, uploadu a 
odezvu připojení viz.Tab. 7. Pomocí generátoru jsem pak vysílání rušil na vedlejším kanálu 
viz. Obr. 24, poté na 7. kanálu viz. Obr. 25, 6. kanálu viz. Obr. 26 a na 5. kanálu viz. Obr. 27. 
Spektrum rušícího signálu je na obrázcích vyznačeno černou barvou a spektrum AP 
VUTBRNO modrou barvou. Při rušení jsem vyzkoušel jak rušení normou 802.11b, tak 
i 802.11g. 
 
5.3 Spojení s AP bez rušení 
 
 
Obr. 23: Spektrum 802.11g školní sítě VUTBR, 9. kanál fc = 2,452 GHz. 
 
Tab. 8: Výsledky měření bez přídavného rušení. 
AP VUTBRNO 













5.4 Spojení s AP při rušení na 8. kanálu  
 
Při pokusu o navázání spojení při rušení na stejném kanálu, na kterém vysílalo AP 
VUTBRNO, bylo spojení natolik nestabilní, že nešlo uskutečnit měření. Při rušení na 




Obr. 24: Poloha spektra rušícího signálu na 8. kanálu a AP VUTBRNO. 
 
Tab. 9: Výsledky měření při rušení na 8. kanálu. 










802.11b -53 415 111 20 









5.5 Spojení s AP při rušení na 7. kanálu  
Obr. 25: Poloha spektra rušícího signálu na 7. kanálu a AP VUTBRNO. 
 
Tab. 10: Výsledky měření při rušení na 7. kanálu. 










802.11b - 54 5232 4031 15 















5.6 Spojení s AP při rušení na 6. kanálu  
 
 
Obr. 26: Poloha spektra rušícího signálu na 6. kanálu a AP VUTBRNO. 
 
Tab. 11: Výsledky měření při rušení na 6. kanálu. 










802.11b - 56 10153 8182 13,6 














5.7 Spojení s AP při rušení na 5. kanálu  
 
Obr. 27: Poloha spektra rušícího signálu na 6. kanálu a AP VUTBRNO. 
 
• V tomto případě byla úroveň rušivého signálu o 8 dBm větší než u AP VUTBRNO, 
jelikož ale spektra obou signálů byla od sebe vzdálena 4 kanály viz. Obr. 27, tak rušící 
signál již téměř neovlivňoval nijak měřený signál, což dokazují i naměřené hodnoty 
v následující tabulce, které se velmi blíží naměřeným hodnotám bez rušení. 
 
Tab. 12: Výsledky měření při rušení na 5. kanálu. 










802.11b - 49 14153 10182 10,6 
802.11g - 49 13232 9031 12,0 
 
5.8 Zhodnocení výsledků měření 
Z naměřených hodnot je patrné, že s rostoucím překrýváním spektra rušícího signálu 
se spektrem vysílaného AP docházelo vlivem interferencí signálů a následným ztrátám paketů 
k poklesu přenosové rychlosti a nárůstu časové odezvy. Při rušení normou 802.11b došlo 
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k poklesu z maximální hodnoty u downloadu na 2,7 % a u uploadu na 1 %, časová odezva se 
zvýšila 2 krát. Při rušení normou 802.11g došlo k poklesu z maximální hodnoty u downloadu 
na 1,2 % a u uploadu na 0,5 %, časová odezva se zde zvýšila téměř 10 krát. Z těchto hodnot je 
zřejmé, že standard 802.11g je více odolný proti rušení normou 802.11b než 802.11g. Pro 
plánování nového přístupového bodu je tedy kromě úrovně signálu, kterým pokrývá danou 
oblast důležité zda se nenachází v dané lokalitě jiné AP, který by vysílalo na stejném nebo 
blízkém kanálu. Pro maximální využití by teda měl být rozestup mezi vysílanými AP aspoň   
4 kanály. 
 
Při měření jsem také zjistil vlastnost bezdrátové Wi-Fi karty, kterou bylo vysílání 
v celém frekvenčním spektru ISM pásma při delší pomlce využití připojení k asociovanému 
AP. Skenování všech okolních kanálů bezdrátovou kartou jsem zachytil na následujícím 
obrázku. 
 




Cílem této práce bylo seznámit se s principem zajišťování kvality služeb v sítích IEEE 
802.11 a popsat způsob, jakým jsou tyto služby zajišťovány. V úvodní části této práce, 
konkrétně ve druhé kapitole, jsou popisovány základy Wi-Fi sítí, zejména pak standard 
802.11b, 802.11g. nově připravovaný standard 802.11n, který je již sice k dispozici, ale zatím 
pouze jako tzv. pre-standard ve verzi 2.0 draft. Tento standard by měl přinést podstatné 
navýšení přenosových rychlostí ke 100Mb/s a pomocí MIMO technologie zlepšit příjem 
v zarušeném prostředí a vypořádat se s vícecestným šířením signálu. Třetí kapitola popisuje 
řešení problematiky podpory kvality služeb v bezdrátových Wi-Fi sítích podle standardu 
802.11e. Před certifikací tohoto standardu neměla komerční zařízení pro Wi-Fi sítě jeho 
podporu a proto Wi-Fi aliance přišla s dočasným řešením pro zajištění QoS, které nazvala 
WMM tedy Wireless MultiMedia. V současné době se však na trhu již začínají výjimečně 
objevovat zařízení podporující tento standard. Třetí kapitola se také zabývá v dnešní době 
velmi rozšířenou technologií VoIP a parametry, pomocí kterých lze definovat určitou kvalitu 
hovoru. 
Praktická část této práce je věnována praktickému měření parametrů, které mají vliv na 
kvalitu poskytovaného připojení ve Wi-Fi sítích a je v ní řešena problematika návrhu 
konceptu softwaru pro vyhodnocení kvality rádiového spojení, která zahrnuje vytvoření 
jednoduchého programu pro analýzu bezdrátového připojení. Pro tento návrh bylo použito 
vývojové prostředí Borland C++ Builder, ve kterém je vytvořený jednoduchý program 
nazvaný Test připojení. Praktická část také obsahuje měření závislosti počtu ztracených 
paketů s využitím komerční aplikace AirMagnet Laptop Wireless LAN Analyzer. Tato 
aplikace umožňuje kompletní diagnostiku bezdrátové sítě pro normy IEEE 802.11b/g 
pracující v pásmu 2.4 GHz  a IEEE 802.11a pracující v pásmu 5 GHz. Tato část měření se 
zaměřuje na retransmisi poslaných paketů a jejich ztrátu v závislosti na zvětšování délky 
paketů. Všechna měření probíhala ve školní laboratoři PA-729, kde mi bylo také umožněno 
použití spektrálního analyzátoru Rohde&Schwarz Spectrum Analyzer 9 kHz – 3 GHz a 
signálního generátoru Vector Signal Generator R&S®  SMU200A. Pomocí těchto přístrojů 
jsem zjišťoval vliv rušení ve spektrální oblasti. Z měření vyplývá závěr, že bezdrátové Wi-Fi 
sítě jsou sice do jisté míry odolné proti rušení a kolizím s ostatními stanicemi, ovšem za 
podstatného snížení přenosové rychlosti a zvýšením časové odezvy. Pro zvýšení propustnosti 
sítě má standard 802.11 implementován mechanismus CSMA/CA, který riziko kolizí částečně 
minimalizuje, je ale efektivní pouze pro delší pakety. Pro správnou funkci by měl být rozestup 
mezi vysílacími bezdrátovými body, které mají zhruba stejnou úroveň signálu, alespoň čtyři 
kanály, aby se spektra jejich signálu vzájemně nepřekrývala. Při zjišťování závislosti délky 
paketů na jejich retrasmisi, resp. ztrátovosti, se mi potvrdil teoretický předpoklad, že 
s rostoucí velikostí paketů bude narůstat i počet retransmisí, resp. ztráta těchto paketů. Pokud 
však bezdrátové médium nebude příliš zarušené, lze zvětšováním délky paketů zvýšit 
celkovou propustnost Wi-Fi sítě. Nastavení délky paketů je tedy vždy určitým kompromisem 
mezi jejich ztrátou a dosažením maximální přenosové rychlosti. Pro aplikace citlivé na ztrátu 
paketů či zpoždění, jako jsou například služby VoIP, je důležité zajistit kontinuální příjem 
paketů s minimálním zpožděním a ztrátou, aby bylo dosaženo požadované kvality hovoru. 
Tato ztráta paketů by neměla být větší než 1% a hodnota časového zpoždění do 150ms.  
Při řešení této diplomové práce jsem získal podrobnější znalost principu fungování 
bezdrátových Wi-Fi sítí, pracují dle standardu 802.11 v ISM pásmu 2,4 GHz. Tyto sítě jsou 
dnes rozšířené hlavně pro připojení k Internetu. Zkoumání a měření vlivů způsobující rušení 
či snížení kvality bezdrátového připojení mi přineslo řadu praktických informací a  poznatků. 
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8 Seznam zkratek 
 
AC   Access Category 
ACK   Acknowledge 
AIFS   Arbitration Inter-Frame Space 
AIFSN  Arbitration Inter-Frame Space Number 
AP   Access Point 
BSS   Basis Service Set 
CA   Collision Avoidance 
CAP   Controlled Access Phase 
CCA   Clear Channel Assessment 
CCK   Complementary Code Keying 
CFP   Contention-Free Period 
CP   Contention Period 
CSMA/CA  Carrier Sense Multiple Access with Collision Avoidance 
CTS   Clear To Send 
CW   Contention Window 
DBPSK Differential Binary Phase Shift Keying 
DCF   Distributed Coordination Function 
DQPSK  Differential Quadrature Phase Shift Keying 
DSSS   Direct Sequence Spread Spectrum 
EDCA  Enhanced Distribution Coordinate Access 
EDCF   Enhanced Distribution Coordination Function 
ESS   Extended Service Set 
FHSS   Frequency Hopping Spread Spectrum 
FTP   File Transfer Protocol 
IEEE   Institute of Electrical and Electronics Engineers 
IFS   Inter Frame Space 
IP   Internet Protocol 
ISM   Industrial, Scientific, Medical 
MAC   Medium Access Control 
MIMO  Multiple Input Multiple Output 
OFDM Orthogonal Frequency Division Multiplexing 
PBCC   Packet Binary Convolutional Coding 
PCF   Point Coordination Function 
PIFS   InterFrame Space 
PLCP   Physical Layer Convergence Protocol 
QoS   Quality of Services 
RTS   Request To Send 
SS   Spread Spectrum 
WEP   Wireless Equivalent Privacy 
Wi-Fi   Wireless Fidelity 
WLAN  Wireless Local Area Network 
