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OSPF (Open Shortest Path First): Protocolo de comunicación de estado de enlace 
el cual verifica el estado de enlace por medio del algoritmo LSA en el cual se calcula 
la ruta más corta. 
 
EIGRP (Enhanced Interior Gateway Routing Protocol): Protocolo de tipo vector-
distancia en el cual se buscan vecinos sucesores por medio de solicitudes de 
actualización de tabla de ruteo. 
 
Wildcard (Máscara inversa): Utiliza código binario (1 o 0) para filtrar las direcciones 
IP (Individuales o grupos) con los cuales se permite o deniega el acceso. 
 
AS (Autonomous system): Utilizado en el protocolo EIGRP para identificar el ID 
del proceso. Debe ser igual en todos los routers en el dominio de enrutamiento. 
 
EtherChannel: Permite la agrupación de varios enlaces físicos en uno lógico, 
proporcionando tolerancia a fallos al ser redundante, ampliando el ancho de banda. 
 
PAgP (Port Aggregation Protocol): Permite el intercambio de paquetes a través 
de los enlaces configurados en un EtherChannel (deben estar configurados los 
enlaces de forma idéntica) 
 
LACP (Link Agreggation Control Protocol): Se asigna la prioridad del sistema, 
teniendo en cuenta la configuración en cada uno de los extremos, seleccionando y 
activando los puertos de acuerdo a la prioridad establecida. 
 
VLAN (Virtual Local Area Network): Segmento de red lógico que existe dentro de 







En el desarrollo de los dos escenarios propuestos en el diplomado CCNP, el 
estudiante aplica los conocimientos adquiridos en los cursos ofrecidos por Cisco en 
su plataforma Netacad por medio de la universidad, para la aplicación de los mismos 
en entornos laborales con protocolos de comunicación como EIGRP y OSPF en los 
cuales realiza el enrutamiento por medio de switches y routers , estableciendo la 
comunicación entre estos y los usuarios finales teniendo en cuenta las 
características requeridas en cada red. 
 
Finalmente haciendo uso de herramientas de simulación como GNS3 y CML para 
la verificación del correcto funcionamiento de cada uno de los escenarios, por medio 
de comandos de salida en los cuales se muestran las redes conectadas, las VLAN 
creadas, los puertos de acceso y la conectividad de estas por medio de pruebas de 
ping. 
 





In the development of the two scenarios proposed in the CCNP diploma, the student 
applies the knowledge acquired in the courses offered by Cisco on its Netacad 
platform through the university, for the application of them in work environments with 
communication protocols such as EIGRP and OSPF in which it performs routing 
through switches and routers, establishing communication between them and the 
end users considering the characteristics required in each network. 
 
Finally, using simulation tools such as GNS3 and CML to verify the correct operation 
of each of the scenarios, through output commands to check the connected 
networks, the VLANs created the access ports and the connectivity through ping 
tests. 





Unos de los desafíos de la humanidad ha sido la comunicación, compartir ideas, 
intercambiar conocimientos. La posibilidad de transmitir desde un punto x a un punto 
y, entre un punto a varios o desde varios a uno ha sido uno de los avances icónicos, 
los denominados sistemas de comunicación, “encargados de procesar la 
información de modo que se pueda ser recuperada en el lugar de destino 
procurando la menor presencia de distorsión” (Velasco Corrales, Edwin I). 
 
En los escenarios propuestos, se emplean dispositivos que intervienen en el 
proceso de comunicación en una o varias redes, con los cuales se controla el tráfico, 
redirigiéndolo a otros caminos redundantes, solucionando problemas de 
comunicación y enrutamiento a partir del uso de estrategias con uso de VLAN, 
interfaces troncales, protocolos de enrutamiento por medio de herramientas de 
simulación, encontrando ventajas y desventajas de aplicación en cada escenario,  
logrando que las redes sean escalables, confiables y seguras. 
 
Finalmente, el entendimiento de cada uno de los comandos aplicados, permitirán el 
afianzamiento de aplicación en campos laborales en donde las decisiones sobre la 
red se podrán hacer de forma segura y teniendo presente que las redes que allí 
operan funcionaran de forma óptima y por el bienestar de la empresa o el entorno 









1. ESCENARIO 1 
 
 
Teniendo en cuenta la siguiente imagen: 
 
Figura 1 - Topología de red primer escenario 
 
1.1. Aplique las configuraciones iniciales y los protocolos de enrutamiento 
para los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne 
passwords en los routers. Configurar las interfaces con las direcciones que 
se muestran en la topología de red. 
 
Topología de red: Para la implementación de esta topología, se realizó en 
el programa GNS3 aplicando la configuración inicial a cada uno de los routers 
(nombre de host, direcciones IP de las interfaces y la configuración de los 
protocolos de enrutamiento de cada uno), de acuerdo con las áreas en las 






Configuración inicial R1 
 
R1>enable //ingreso a modo privilegiado 
R1#configure terminal //acceso a modo de configuración de terminal 
R1(config)#hostname R1 // se asigna nombre al dispositivo R1 
R1(config)#no ip domain-lookup //deshabilita la búsqueda de traducción de 
nombres a dirección del dispositivo 
R1(config)#line console 0 //ingresar al modo de configuración de la línea de 
la consola 
R1(config-line)#logging synchronous //Evita que los comandos que se están 
escribiendo se desplacen por los mensajes de configuración que puedan 
aparecer 
R1(config-line)#exit //salida de la configuración actual 
R1(config)# 
 
Configuración de interfaz en R1 
R1(config)#int s3/0 //selecciona la interfaz serial 3/0 
R1(config-if)#ip address 150.20.15.10 255.255.255.0 //asignación de IP y 
mascara de red a la interfaz 
R1(config-if)#clock rate 64000 //velocidad de transmisión de la interfaz 




R1(config-if)#router ospf 1 //se indica el protocolo y el proceso 1 
R1(config-router)#network 150.20.15.0 0.0.0.255 area 150 //se anuncia la 




Configuración inicial R2 
 
R2>enable //ingreso a modo privilegiado 
R2#configure terminal  //acceso a modo de configuración de terminal 
R2(config)#hostname R2  // se asigna nombre al dispositivo R2 
R2(config)#no ip domain-lookup  //deshabilita la búsqueda de traducción de 
nombres a dirección del dispositivo 




R2(config-line)#logging synchronous  //Evita que los comandos que se 
están escribiendo se desplacen por los mensajes de configuración que 
puedan aparecer 




Configuración de interfaz s3/0 en R2 
R2(config)#int s3/0 //selecciona la interfaz serial 3/0 
R2(config-if)#ip address 150.20.15.11 255.255.255.0 //asignación de IP y 
mascara de red a la interfaz 




Configuración de interfaz s3/1 en R2 
R2(config)#int s3/1 //selecciona la interfaz serial 3/1 
R2(config-if)#ip address 150.20.20.21 255.255.255.0  //asignación de IP y 
mascara de red a la interfaz 
R2(config-if)#clock rate 64000  //velocidad de transmisión de la interfaz 
R2(config-if)#no shutdown  //evita que se apague la interfaz 
automáticamente 
 
Configuración OSPF en R2 
R2(config-if)#router ospf 1  //se indica el protocolo y el proceso 1 
R2(config-router)#network 150.20.15.0 0.0.0.255 area 150 //se anuncia la 
red y la wild card (mascara inversa) junto con el área en la cual está el 
router 
R2(config-router)#network 150.20.20.0 0.0.0.255 area 150  //se anuncia la 




Configuración inicial R3 
 
R3>enable //ingreso a modo privilegiado 
R3#configure terminal //acceso a modo de configuración de terminal 
R3(config)#hostname R3  // se asigna nombre al dispositivo R3 
R3(config)#no ip domain-lookup  //deshabilita la búsqueda de traducción de 
nombres a dirección del dispositivo 
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R3(config)#line console 0  //ingresar al modo de configuración de la línea de 
la consola 
R3(config-line)#logging synchronous  //Evita que los comandos que se 
están escribiendo se desplacen por los mensajes de configuración que 
puedan aparecer 
R3(config-line)#exit //salida de la configuración actual 
R3(config)# 
 
Configuración de interfaz s3/1 en R3 
R3(config)#int s3/1 //selecciona la interfaz serial 3/1 
R3(config-if)#ip address 150.20.20.22 255.255.255.0  //asignación de IP y 
mascara de red a la interfaz 




Configuración de interfaz s3/2 en R3 
R3(config)#int s3/2  //selecciona la interfaz serial 3/2 
R3(config-if)#ip address 80.50.42.12 255.255.255.0  //asignación de IP y 
mascara de red a la interfaz 
R3(config-if)#no shutdown  //evita que se apague la interfaz 
automáticamente 
 
Configuración OSPF y EIGRP en R3 
R3(config-if)#router ospf 1  //se indica el protocolo y el proceso 1 
R3(config-router)#network 150.20.15.0 0.0.0.255 area 150  //se anuncia la 
red y la wild card (mascara inversa) junto con el área en la cual está el 
router 
R3(config-router)#network 150.20.20.0 0.0.0.255 area 150  //se anuncia la 
red y la wild card (mascara inversa) junto con el área en la cual está el 
router 
R3(config-router)#network 80.50.42.0 0.0.0.255 area 150  //se anuncia la 
red y la wild card (mascara inversa) junto con el área en la cual está el 
router 
R3(config-if)#router eigrp 51 //se indica el protocolo y el numero autónomo 
del sistema AS 51 
R3(config-if)#no auto-summary  //Evita que el router sumarize las rutas que 
tiene 
R3(config-router)#network 80.0.0.0 //se anuncia la red 
R3(config-router)#network 80.50.42.0 0.0.0.255  //se anuncia la red y la wild 
card (mascara inversa) 
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Configuración inicial R4 
 
R4>enable  //ingreso a modo privilegiado 
R4#configure terminal  //acceso a modo de configuración de terminal 
R4(config)#hostname R4  // se asigna nombre al dispositivo R4 
R4(config)#no ip domain-lookup  //deshabilita la búsqueda de traducción de 
nombres a dirección del dispositivo 
R4(config)#line console 0  //ingresar al modo de configuración de la línea de 
la consola 
R4(config-line)#logging synchronous  //Evita que los comandos que se 
están escribiendo se desplacen por los mensajes de configuración que 
puedan aparecer 
R4(config-line)#exit  //salida de la configuración actual 
R4(config)# 
 
Configuración de interfaz s3/2 en R4 
R4(config)#int s3/2  //selecciona la interfaz serial 3/2 
R4(config-if)#ip address 80.50.42.2 255.255.255.0  //asignación de IP y 
mascara de red a la interfaz 
R4(config-if)#clock rate 64000  //velocidad de transmisión de la interfaz 




Configuración de interfaz s3/3 en R4 
R4(config)#int s3/3  //selecciona la interfaz serial 3/3 
R4(config-if)#ip address 80.50.30.2 255.255.255.0  //asignación de IP y 
mascara de red a la interfaz 
R4(config-if)#no shutdown  //evita que se apague la interfaz 
automáticamente 
 
Configuración EIGRP en R4 
R4(config-if)#router eigrp 51  //se indica el protocolo y el numero autónomo 
del sistema AS 51 
R4(config-if)#no auto-summary  //Evita que el router sumarize las rutas que 
tiene 







Configuración inicial R5 
 
R5>enable  //ingreso a modo privilegiado 
R5#configure terminal  //acceso a modo de configuración de terminal 
R5(config)#hostname R5  // se asigna nombre al dispositivo R5 
R5(config)#no ip domain-lookup  //deshabilita la búsqueda de traducción de 
nombres a dirección del dispositivo 
R5(config)#line console 0  //ingresar al modo de configuración de la línea de 
la consola 
R5(config-line)#logging synchronous  //Evita que los comandos que se 
están escribiendo se desplacen por los mensajes de configuración que 
puedan aparecer 
R5(config-line)#exit  //salida de la configuración actual 
R5(config)# 
 
Configuración de interfaz s3/3 en R5 
R5config)#int s3/3  //selecciona la interfaz serial 3/3 
R5(config-if)#ip address 80.50.30.1 255.255.255.0  //asignación de IP y 
mascara de red a la interfaz 
R5(config-if)#clock rate 64000  //velocidad de transmisión de la interfaz 
R5(config-if)#no shutdown  //evita que se apague la interfaz 
automáticamente 
 
Configuración EIGRP en R5 
R5(config-if)#router eigrp 51  //se indica el protocolo y el numero autónomo 
del sistema AS 51 
R5(config-router)#network 80.50.30.0 0.0.0.255  //se anuncia la red y la wild 
card (mascara inversa) 
 
Configuración OSPF y EIGRP 
Para la configuración OSPF de los routers, se indica la versión y el proceso, 
así como la red que va a interactuar en el protocolo, la wildcard para verificar 
las coincidencias y el área a la que pertenece el router de acuerdo con la 
topología. 
 
Para la configuración EIGRP se indica el sistema autónomo (AS) al que 




1.2. Cree cuatro interfaces nuevas de Loopback en R1 utilizando la 
asignación de direcciones 20.1.0.0/22 y configure esas interfaces para 
participar en el área 150 de OSPF. 
 
Creación de interfaces loopback en R1 
R1(config)#int Lo0  //se crea la interfaz Loopback 0 
R1(config-if)#ip address 20.1.0.1 255.255.252.0  //asignación de IP y 
mascara de red a la interfaz 
R1(config-if)#exit  //salida de la configuración actual 
 
R1(config)#int Lo1  //se crea la interfaz Loopback 1 
R1(config-if)#ip address 20.1.4.1 255.255.252.0  //asignación de IP y 
mascara de red a la interfaz 
R1(config-if)#exit  //salida de la configuración actual 
 
R1(config)#int Lo2  //se crea la interfaz Loopback 2 
R1(config-if)#ip address 20.1.8.1 255.255.252.0  //asignación de IP y 
mascara de red a la interfaz 
R1(config-if)#exit  //salida de la configuración actual 
 
R1(config)#int Lo3  //se crea la interfaz Loopback 3 
R1(config-if)#ip address 20.1.12.1 255.255.252.0  //asignación de IP y 
mascara de red a la interfaz 
R1(config-if)#exit  //salida de la configuración actual 
 
Para la creación de estas interfaces se tiene en cuenta el segmento de red 
indicado y la máscara de red ya que es diferente a la configurada en la 
interfaz serial. 
 
Participación en OSPF Área 150 
R1(config-if)#router ospf 1  //se indica el protocolo y el proceso 1 
R1(config-router)#network 20.1.0.0 0.0.3.255 area 150  //se anuncia la red y 
la wild card (mascara inversa) junto con el área en la cual está el router 
 
R3(config-if)#router ospf 1  //se indica el protocolo y el proceso 1 
R1(config-router)#network 20.1.0.0 0.0.3.255 area 150  //se anuncia la red y 
la wild card (mascara inversa) junto con el área en la cual está el router 
 
 
En esta participación se indica la versión de OSPF a utilizar, el proceso, la 
red que va a participar, la wildcard y el área 
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1.3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la 
asignación de direcciones 180.5.0.0/22 y configure esas interfaces para 
participar en el sistema autónomo EIGRP51 
 
Creación de interfaces loopback en R5 
R5(config)#int Lo10  //se crea la interfaz Loopback 10 
R5(config-if)#ip address 180.5.0.1 255.255.252.0  //asignación de IP y 
mascara de red a la interfaz 
R5(config-if)#exit  //salida de la configuración actual 
 
R5(config)#int Lo11  //se crea la interfaz Loopback 11 
R5(config-if)#ip address 180.5.4.1 255.255.252.0  //asignación de IP y 
mascara de red a la interfaz 
R1(config-if)#exit  //salida de la configuración actual 
 
R5(config)#int Lo12  //se crea la interfaz Loopback 12 
R5(config-if)#ip address 180.5.8.1 255.255.252.0  //asignación de IP y 
mascara de red a la interfaz 
R5(config-if)#exit  //salida de la configuración actual 
 
R5(config)#int Lo13  //se crea la interfaz Loopback 13 
R5(config-if)#ip address 180.5.12.1 255.255.252.0  //asignación de IP y 
mascara de red a la interfaz 
R5(config-if)#exit  //salida de la configuración actual 
 
 
Participación EIGRP AS 51 
R5(config-if)#router eigrp 51  //se indica el protocolo y el numero autónomo 
del sistema AS 51 
R5(config-router)#network 180.5.0.0 0.0.3.255  //se anuncia la red y la wild 
card (mascara inversa) 
 
 








1.4. Analice la tabla de enrutamiento de R3 y verifique que R3 está 




Figura 2- Verificación tabla de enrutamiento en R3 
 
1.5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el 
costo de 80000 y luego redistribuya las ruyas OSPF en EIGRP usando un 
ancho de banda T1 y 20,000 microsegundos de retardo. 
 
R3#configure terminal  //acceso a modo de configuración de terminal 
R3(config)#router eigrp 51  //se indica el protocolo y el numero autónomo 
del sistema AS 51 
R3(config-router)# redistribute ospf 1 metric 1544 80000 255 255 1500  //se 
hace la redistribución de la ruta en el protocolo EIGRP indicando el ancho 
de banda, el retardo, la unidad máxima de transferencia 
R3(config-router)#exit  //salida de la configuración actual 
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R3(config)#router ospf 1  //se indica el protocolo y el proceso 1 
R3(config-router)#redistribute eigrp 51 metric 10 subnets  //se hace la 
redistribución de la ruta en el protocolo OSPF teniendo en cuenta la métrica 
y las subredes 
 
1.6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto 
existen en su tabla de enrutamiento mediante el comando show ip route. 
 
  










Figura 5 - Ping de R1 a interfaz Lo11 de R5 
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ENLACE DEL ARCHIVO DE SIMULACIÓN 
 
El escenario 1 se desarrolló en la herramienta GNS3. 










Current configuration : 1817 bytes 
! 
version 15.2 
service timestamps debug datetime msec 







no aaa new-model 





no ip domain lookup 
no ipv6 cef 
! 
multilink bundle-name authenticated 
! 
ip tcp synwait-time 5 
! 
interface Loopback0 
 ip address 20.1.0.1 255.255.252.0 
! 
interface Loopback1 
 ip address 20.1.4.1 255.255.252.0 
! 
interface Loopback2 
 ip address 20.1.8.1 255.255.252.0 
! 
interface Loopback3 
 ip address 20.1.12.1 255.255.252.0 
! 
interface Ethernet0/0 
 no ip address 
 shutdown 
 duplex auto 
! 
interface GigabitEthernet0/0 




 media-type gbic 
 speed 1000 
 duplex full 
 negotiation auto 
! 
interface GigabitEthernet1/0 
 no ip address 
 shutdown 
 negotiation auto 
! 
interface Serial2/0 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial2/1 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial2/2 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial2/3 




 serial restart-delay 0 
! 
interface Serial3/0 
 ip address 150.20.15.10 255.255.255.0 
 serial restart-delay 0 
 clock rate 64000 
! 
interface Serial3/1 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial3/2 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial3/3 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
router ospf 1 
 network 20.1.0.0 0.0.3.255 area 150 




ip forward-protocol nd 
! 
no ip http server 




line con 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 
line aux 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 













Current configuration : 1605 bytes 
! 
version 15.2 
service timestamps debug datetime msec 







no aaa new-model 
no ip icmp rate-limit unreachable 
ip cef 
! 
no ip domain lookup 
no ipv6 cef 
! 
multilink bundle-name authenticated 
! 
ip tcp synwait-time 5 
! 
interface Ethernet0/0 
 no ip address 
 shutdown 





 no ip address 
 shutdown 
 media-type gbic 
 speed 1000 
 duplex full 
 negotiation auto 
! 
interface GigabitEthernet1/0 
 no ip address 
 shutdown 
 negotiation auto 
! 
interface Serial2/0 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial2/1 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial2/2 




 serial restart-delay 0 
! 
interface Serial2/3 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial3/0 
 ip address 150.20.15.11 255.255.255.0 
 serial restart-delay 0 
! 
interface Serial3/1 
 ip address 150.20.20.21 255.255.255.0 
 serial restart-delay 0 
 clock rate 64000 
! 
interface Serial3/2 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial3/3 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
router ospf 1 
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 network 150.20.15.0 0.0.0.255 area 150 
 network 150.20.20.0 0.0.0.255 area 150 
! 
ip forward-protocol nd 
! 
no ip http server 




line con 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 
line aux 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 













Current configuration : 1846 bytes 
! 
! Last configuration change at 16:47:20 UTC Thu Jul 15 2021 
! 
version 15.2 
service timestamps debug datetime msec 







no aaa new-model 
no ip icmp rate-limit unreachable 
ip cef 
! 
no ip domain lookup 
no ipv6 cef 
! 
multilink bundle-name authenticated 
! 





 no ip address 
 shutdown 
 duplex auto 
! 
interface GigabitEthernet0/0 
 no ip address 
 shutdown 
 media-type gbic 
 speed 1000 
 duplex full 
 negotiation auto 
! 
interface GigabitEthernet1/0 
 no ip address 
 shutdown 
 negotiation auto 
! 
interface Serial2/0 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial2/1 




 serial restart-delay 0 
! 
interface Serial2/2 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial2/3 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial3/0 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial3/1 
 ip address 150.20.20.22 255.255.255.0 
 serial restart-delay 0 
! 
interface Serial3/2 
 ip address 80.50.42.12 255.255.255.0 
 serial restart-delay 0 
! 
interface Serial3/3 




 serial restart-delay 0 
! 
router eigrp 51 
 network 80.0.0.0 
 network 80.50.42.0 0.0.0.255 
 redistribute ospf 1 metric 1544 80000 255 255 1500 
! 
router ospf 1 
 redistribute eigrp 51 metric 10 subnets 
 network 20.1.0.0 0.0.3.255 area 150 
 network 150.20.15.0 0.0.0.255 area 150 
 network 150.20.20.0 0.0.0.255 area 150 
! 
ip forward-protocol nd 
! 
no ip http server 




line con 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 
line aux 0 
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 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 










Current configuration : 1543 bytes 
! 
version 15.2 
service timestamps debug datetime msec 







no aaa new-model 





no ip domain lookup 
no ipv6 cef 
! 
multilink bundle-name authenticated 
! 
ip tcp synwait-time 5 
! 
interface Ethernet0/0 
 no ip address 
 shutdown 
 duplex auto 
! 
interface GigabitEthernet0/0 
 no ip address 
 shutdown 
 media-type gbic 
 speed 1000 
 duplex full 
 negotiation auto 
! 
interface GigabitEthernet1/0 
 no ip address 
 shutdown 





 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial2/1 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial2/2 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial2/3 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial3/0 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial3/1 




 serial restart-delay 0 
! 
interface Serial3/2 
 ip address 80.50.42.2 255.255.255.0 
 serial restart-delay 0 
 clock rate 64000 
! 
interface Serial3/3 
 ip address 80.50.30.2 255.255.255.0 
 serial restart-delay 0 
! 
router eigrp 51 
 network 80.0.0.0 
! 
ip forward-protocol nd 
! 
no ip http server 




line con 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 
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line aux 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 










Current configuration : 1846 bytes 
! 
version 15.2 
service timestamps debug datetime msec 







no aaa new-model 
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no ip icmp rate-limit unreachable 
ip cef 
! 
no ip domain lookup 
no ipv6 cef 
! 
multilink bundle-name authenticated 
! 
ip tcp synwait-time 5 
! 
interface Loopback10 
 ip address 180.5.0.1 255.255.252.0 
! 
interface Loopback11 
 ip address 180.5.4.1 255.255.252.0 
! 
interface Loopback12 
 ip address 180.5.8.1 255.255.252.0 
! 
interface Loopback13 
 ip address 180.5.12.1 255.255.252.0 
! 
interface Ethernet0/0 
 no ip address 
 shutdown 





 no ip address 
 shutdown 
 media-type gbic 
 speed 1000 
 duplex full 
 negotiation auto 
! 
interface GigabitEthernet1/0 
 no ip address 
 shutdown 
 negotiation auto 
! 
interface Serial2/0 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial2/1 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial2/2 
 no ip address 
 shutdown 





 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial3/0 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial3/1 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial3/2 
 no ip address 
 shutdown 
 serial restart-delay 0 
! 
interface Serial3/3 
 ip address 80.50.30.1 255.255.255.0 
 serial restart-delay 0 
 clock rate 64000 
! 
router eigrp 51 
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 network 80.0.0.0 
 network 80.50.30.0 0.0.0.255 
 network 180.5.0.0 
 network 180.5.0.0 0.0.3.255 
! 
ip forward-protocol nd 
! 
no ip http server 




line con 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 
line aux 0 
 exec-timeout 0 0 
 privilege level 15 
 logging synchronous 
 stopbits 1 







2. ESCENARIO 2 
 
 
Figura 6 - Topología de red Escenario 2 
 
Parte 1: Configurar la red de acuerdo con las especificaciones 
 
 
Figura 7 - Topología de red en CML (Cisco Modeling Labs) 
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Para el desarrollo del escenario 2 se empleó la herramienta en línea de Cisco (CML) 
la cual permite que el estudiante interactúe con los diferentes equipos allí presentes 
al conectarse por medio de una VPN; en este escenario se emplearon 4 switches 
con interfaces Gigabit Ethernet en reemplazo de las interfaces FastEthernet, ya que 
no cuentan con estas. 
 
a) Apagar todas las interfaces en cada switch 
 
En DLS1 
switch>enable  //ingreso a modo privilegiado 
switch#configure terminal  //acceso a modo de configuración de terminal 
switch (config)# int range g0/1-3, g1/0-3, g2/0-3, g3/0-1  //selecciona el 
rango de interfaces gigabit ethernet 




switch>enable  //ingreso a modo privilegiado 
switch#configure terminal  //acceso a modo de configuración de terminal 
switch (config)# int range g0/1-3, g1/0-3, g2/0-3, g3/0-1  //selecciona el 
rango de interfaces gigabit ethernet 
switch (config-if-range)#shutdown  //apaga las interfaces manualmente 
 
En ALS1 
switch>enable //ingreso a modo privilegiado 
switch#configure terminal  //acceso a modo de configuración de terminal 
switch (config)# int range g0/1-3, g1/0-3, g2/0-3, g3/0-1  //selecciona el 
rango de interfaces gigabit ethernet 
switch (config-if-range)#shutdown  //apaga las interfaces manualmente 
 
En ALS2 
switch>enable  //ingreso a modo privilegiado 
switch#configure terminal  //acceso a modo de configuración de terminal 
switch (config)# int range g0/1-3, g1/0-3, g2/0-3, g3/0-1  //selecciona el 
rango de interfaces gigabit ethernet 







b) Asignar un nombre a cada switch acorde con el escenario establecido 
 
En DLS1 
switch>enable  //ingreso a modo privilegiado 
switch#configure terminal  //acceso a modo de configuración de terminal 
switch (config)#hostname DLS1 // se asigna nombre al dispositivo DLS1 
 
En DLS2 
switch>enable  //ingreso a modo privilegiado 
switch#configure terminal  //acceso a modo de configuración de terminal 




switch>enable  //ingreso a modo privilegiado 
switch#configure terminal  //acceso a modo de configuración de terminal 
switch (config)#hostname ALS1  // se asigna nombre al dispositivo ALS1 
 
En ALS2 
switch>enable  //ingreso a modo privilegiado 
switch#configure terminal  //acceso a modo de configuración de terminal 
switch (config)#hostname ALS2  // se asigna nombre al dispositivo ALS2 
 
c) Configurar los puertos troncales y Port-channels tal como se muestra 
en el diagrama 
 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 
utilizando LACP. Para DLS1 se utilizará la dirección IP 10.20.20.1/30 
y para DLS2 utilizará 10.20.20.2/30 
 
En DLS1 
DLS1>enable  //ingreso a modo privilegiado 
DLS1#configure terminal  //acceso a modo de configuración de terminal 
DLS1 (config)# int range g2/0-1 //selecciona el rango de interfaces gigabit 
ethernet 2/0 y 2/1 
DLS1 (config-if-range)#no switchport  //configura las interfaces en modo 
capa 3 
DLS1 (config-if-range)#channel-group 12 mode active  //crea el grupo 12 




DLS1 (config-if-range)#no shutdown  //Evita que se apaguen las interfaces 
automáticamente 
DLS1 (config-if-range)#exit  //sale de la configuración actual 
DLS1 (config)#interface port-channel 12  //ingresa al port channel 12 
DLS1 (config-if)#ip address 10.20.20.1 255.255.255.252 //se asigna la 
dirección IP y la máscara de red a esa interfaz 
 
En DLS2 
DLS2>enable  //ingreso a modo privilegiado 
DLS2#configure terminal  //acceso a modo de configuración de terminal 
DLS2 (config)# int range g2/0-1  //selecciona el rango de interfaces gigabit 
ethernet 2/0 y 2/1 
DLS2 (config-if-range)#no switchport  //configura las interfaces en modo 
capa 3 
DLS2 (config-if-range)#channel-group 12 mode active  //crea el grupo 12 
para que el etherchannel negocie activamente con el enlace formando 
LACP 
DLS2 (config-if-range)#no shutdown  //Evita que se apaguen las interfaces 
automáticamente 
DLS2 (config-if-range)#exit  //sale de la configuración actual 
DLS2 (config)#interface port-channel 12  //ingresa al port channel 12 
DLS2 (config-if)#ip address 10.20.20.2 255.255.255.252  //se asigna la 




2) Los Port-Channels en las interfaces Fa0/7 y Fa0/8 utilizaran LACP 
 
En DLS1 
DLS1>enable  //ingreso a modo privilegiado 
DLS1#configure terminal  //acceso a modo de configuración de terminal 
DLS1 (config)# int range g1/0-1  //selecciona el rango de interfaces gigabit 
ethernet 1/0 y 1/1 
DLS1 (config-if-range)#channel-group 1 mode active  //crea el grupo 1 para 
que el etherchannel negocie activamente con el enlace formando LACP 








ALS1>enable  //ingreso a modo privilegiado 
ALS1#configure terminal  //acceso a modo de configuración de terminal 
ALS1 (config)# int range g1/0-1  //selecciona el rango de interfaces gigabit 
ethernet 1/0 y 1/1 
ALS1 (config-if-range)#channel-group 1 mode active  //crea el grupo 1 para 
que el etherchannel negocie activamente con el enlace formando LACP 





DLS2>enable  //ingreso a modo privilegiado 
DLS2#configure terminal  //acceso a modo de configuración de terminal 
DLS2 (config)# int range g1/0-1  //selecciona el rango de interfaces gigabit 
ethernet 1/0 y 1/1 
DLS2 (config-if-range)#channel-group 1 mode active  //crea el grupo 1 para 
que el etherchannel negocie activamente con el enlace formando LACP 





ALS2>enable  //ingreso a modo privilegiado 
ALS2#configure terminal  //acceso a modo de configuración de terminal 
ALS2 (config)# int range g1/0-1  //selecciona el rango de interfaces gigabit 
ethernet 1/0 y 1/1 
ALS2 (config-if-range)#channel-group 1 mode active  //crea el grupo 1 para 
que el etherchannel negocie activamente con el enlace formando LACP 




3) Los Port-Channels en las interfaces Fa0/9 y Fa0/10 utilizaran PAgP 
 
En DLS1 
DLS1>enable  //ingreso a modo privilegiado 
DLS1#configure terminal  //acceso a modo de configuración de terminal 
DLS1 (config)# int range g3/0-1  //selecciona el rango de interfaces gigabit 
ethernet 3/0 y 3/1 
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DLS1 (config-if-range)#channel-group 4 mode desirable //crea el grupo 4 
para que el etherchannel negocie activamente formando PAgP 





ALS2>enable   //ingreso a modo privilegiado 
ALS2#configure terminal  //acceso a modo de configuración de terminal 
ALS2 (config)# int range g3/0-1  //selecciona el rango de interfaces gigabit 
ethernet 3/0 y 3/1 
ALS2 (config-if-range)#channel-group 4 mode desirable  //crea el grupo 4 
para que el etherchannel negocie activamente formando PAgP 





DLS2>enable  //ingreso a modo privilegiado 
DLS2#configure terminal  //acceso a modo de configuración de terminal 
DLS2 (config)# int range g3/0-1  //selecciona el rango de interfaces gigabit 
ethernet 3/0 y 3/1 
DLS2 (config-if-range)#channel-group 3 mode desirable  //crea el grupo 3 
para que el etherchannel negocie activamente formando PAgP 





ALS1>enable  //ingreso a modo privilegiado 
ALS1#configure terminal  //acceso a modo de configuración de terminal 
ALS1 (config)# int range g3/0-1  //selecciona el rango de interfaces gigabit 
ethernet 3/0 y 3/1 
ALS1 (config-if-range)#channel-group 3 mode desirable  desirable  //crea el 
grupo 3 para que el etherchannel negocie activamente formando PAgP 







4) Todos los puertos troncales serán asignados a la VLAN 500 como 
la VLAN nativa 
 
En DLS1 
DLS1>enable  //ingreso a modo privilegiado 
DLS1#configure terminal  //acceso a modo de configuración de terminal 
DLS1 (config)#vlan 500  //se crea la VLAN 500 
DLS1 (config)# int range g1/0-1, g3/0-1  //selecciona el rango de interfaces 
gigabit ethernet 1/0, 1/1 y 3/0, 3/1 
DLS1 (config-if-range)#switchport trunk encapsulation dot1q  //se indica el 
tipo de encapulación para los enlaces troncales 
DLS1 (config-if-range)#switchport trunk native vlan 500  //se asignan los 
puertos a la VLAN nativa 500 
DLS1 (config-if-range)#switchport mode trunk  //cambia la interfaz al modo 
troncal permanente de todas las VLAN 
DLS1 (config-if-range)#switchport nonegotiate  //Evita que las interfaces 




DLS2>enable  //ingreso a modo privilegiado 
DLS2#configure terminal  //acceso a modo de configuración de terminal 
DLS2 (config)#vlan 500  //se crea la VLAN 500 
DLS2 (config)# int range g1/0-1, g3/0-1  //selecciona el rango de interfaces 
gigabit ethernet 1/0, 1/1 y 3/0, 3/1 
DLS2 (config-if-range)#switchport trunk encapsulation dot1q  //se indica el 
tipo de encapulación para los enlaces troncales 
DLS2 (config-if-range)#switchport trunk native vlan 500  //se asignan los 
puertos a la VLAN nativa 500 
DLS2 (config-if-range)#switchport mode trunk  //cambia la interfaz al modo 
troncal permanente de todas las VLAN 
DLS2 (config-if-range)#switchport nonegotiate  //Evita que las interfaces 




ALS1>enable  //ingreso a modo privilegiado 
ALS1#configure terminal  //acceso a modo de configuración de terminal 
ALS1 (config)#vlan 500  //se crea la VLAN 500 
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ALS1 (config)# int range g1/0-1, g3/0-1  //selecciona el rango de interfaces 
gigabit ethernet 1/0, 1/1 y 3/0, 3/1 
DLS2 (config-if-range)#switchport trunk encapsulation dot1q  //se indica el 
tipo de encapulación para los enlaces troncales 
ALS1 (config-if-range)#switchport trunk native vlan 500  //se asignan los 
puertos a la VLAN nativa 500 
ALS1 (config-if-range)#switchport mode trunk  //cambia la interfaz al modo 
troncal permanente de todas las VLAN 
ALS1 (config-if-range)#switchport nonegotiate  //Evita que las interfaces 




ALS2>enable  //ingreso a modo privilegiado 
ALS2#configure terminal  //acceso a modo de configuración de terminal 
ALS1 (config)#vlan 500  //se crea la VLAN 500 
ALS2 (config)# int range g1/0-1, g3/0-1  //selecciona el rango de interfaces 
gigabit ethernet 1/0, 1/1 y 3/0, 3/1 
ALS2 (config-if-range)#switchport trunk native vlan 500  //se asignan los 
puertos a la VLAN nativa 500 
ALS2 (config-if-range)#switchport mode trunk  //cambia la interfaz al modo 
troncal permanente de todas las VLAN 
ALS2 (config-if-range)#switchport nonegotiate  //Evita que las interfaces 
generen tramas DTP 
 
 
d) Configurar DLS1, ALS1 y ALS2 para utilizar VTP versión 3 
 
En DLS1 
DLS1>enable  //ingreso a modo privilegiado 
DLS1#configure terminal  //acceso a modo de configuración de terminal 





ALS1>enable  //ingreso a modo privilegiado 
ALS1#configure terminal  //acceso a modo de configuración de terminal 






ALS2>enable  //ingreso a modo privilegiado 
ALS2#configure terminal  //acceso a modo de configuración de terminal 




1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
 
En DLS1 
DLS1>enable  //ingreso a modo privilegiado 
DLS1#configure terminal  //acceso a modo de configuración de terminal 
DLS1 (config)#vtp domain CISCO  //se crea el dominio Cisco 




2) Configurar DLS1 como servidor principal para las VLAN 
 
En DLS1 
DLS1>enable  //ingreso a modo privilegiado 
DLS1#configure terminal  //acceso a modo de configuración de terminal 
DLS1 (config)#vtp mode server  //configura DLS1 en modo servidor 
 
 
3) Configurar ALS1 y ALS2 como clientes VTP 
 
En ALS1 
ALS1>enable  //ingreso a modo privilegiado 
ALS1#configure terminal  //acceso a modo de configuración de terminal 
ALS1 (config)#vtp mode client  //configura ALS1 en modo cliente 
 
En ALS2 
ALS2>enable  //ingreso a modo privilegiado 
ALS2#configure terminal  //acceso a modo de configuración de terminal 




e) Configurar en el servidor principal las siguientes VLAN 
 
Numero de VLAN Nombre de VLAN Número de VLAN Nombre de VLAN 
600 NATIVA 420 PROVEEDORES 
15 ADMON 100 SEGUROS 
240 CLIENTES 1050 VENTAS 
1112 MULTIMEDIA 3550 PERSONAL 
Tabla 1 - Lista de VLAN (Nombre y número) 
 
En DLS1 
DLS1>enable  //ingreso a modo privilegiado 
DLS1#configure terminal  //acceso a modo de configuración de terminal 
DLS1 (config)#vlan 600  //se crea la VLAN 600 
DLS1 (config-vlan)#name NATIVA  //se asigna nombre a la VLAN 600 
DLS1 (config-vlan)#exit  //sale de la configuración actual 
DLS1 (config)#vlan 420  //se crea la VLAN 420 
DLS1 (config-vlan)#name PROVEEDORES  //se asigna nombre a la VLAN 
420 
DLS1 (config-vlan)#exit  //sale de la configuración actual 
DLS1 (config)#vlan 15  //se crea la VLAN 15 
DLS1 (config-vlan)#name ADMON  //se asigna nombre a la VLAN 15 
DLS1 (config-vlan)#exit  //sale de la configuración actual 
DLS1 (config)#vlan 100  //se crea la VLAN 100 
DLS1 (config-vlan)#name SEGUROS  //se asigna nombre a la VLAN 100 
DLS1 (config-vlan)#exit  //sale de la configuración actual 
DLS1 (config)#vlan 240  //se crea la VLAN 240 
DLS1 (config-vlan)#name CLIENTES  //se asigna nombre a la VLAN 240 
DLS1 (config-vlan)#exit  //sale de la configuración actual 
DLS1 (config)#vlan 1050  //se crea la VLAN 1050 
DLS1 (config-vlan)#name VENTAS  //se asigna nombre a la VLAN 1050 
DLS1 (config-vlan)#exit  //sale de la configuración actual 
DLS1 (config)#vlan 1112  //se crea la VLAN 1112 
DLS1 (config-vlan)#name MULTIMEDIA  //se asigna nombre a la VLAN 
1112 
DLS1 (config-vlan)#exit  //sale de la configuración actual 
DLS1 (config)#vlan 3550  //se crea la VLAN 3550 
DLS1 (config-vlan)#name PERSONAL  //se asigna nombre a la VLAN 3550 






f) En DLS1 suspender la VLAN 420 
 
En DLS1 
DLS1>enable  //ingreso a modo privilegiado 
DLS1#configure terminal  //acceso a modo de configuración de terminal 
DLS1 (config)# int range g2/0-1  //selecciona el rango de interfaces gigabit 
ethernet 2/0 y 2/1 
DLS1 (config-if-range)#switchport trunk allowed vlan except 420  //permite 
que todas las VLAN se asignen al Puerto excepto la 420 
 
g) Configurar DLS2 en modo VTP transparente VTP utilizando VTP 
versión 2 y configurar en DLS2 las mismas VLAN que en DLS1 
 
En DLS2 
DLS2>enable  //ingreso a modo privilegiado 
DLS2#configure terminal  //acceso a modo de configuración de terminal 
DLS2 (config)#vtp version 2  //se indica la versión VTP a utilizar 
DLS2 (config)#vtp mode transparent  //en este modo permite que se 
asignen VLAN sin enviar actualización a los demás dispositivos de la red 
DLS2 (config)#vlan 600  //se crea la VLAN 600 
DLS2 (config-vlan)#name NATIVA  //se asigna nombre a la VLAN 600 
DLS2 (config-vlan)#exit  //sale de la configuración actual 
DLS2 (config)#vlan 420  //se crea la VLAN 420 
DLS2 (config-vlan)#name PROVEEDORES  //se asigna nombre a la VLAN 
420 
DLS2 (config-vlan)#exit  //sale de la configuración actual 
DLS2 (config)#vlan 15  //se crea la VLAN 15 
DLS2 (config-vlan)#name ADMON  //se asigna nombre a la VLAN 15 
DLS2 (config-vlan)#exit  //sale de la configuración actual 
DLS2 (config)#vlan 100  //se crea la VLAN 100 
DLS2 (config-vlan)#name SEGUROS  //se asigna nombre a la VLAN 100 
DLS2 (config-vlan)#exit  //sale de la configuración actual 
DLS2 (config)#vlan 240  //se crea la VLAN 240 
DLS2 (config-vlan)#name CLIENTES  //se asigna nombre a la VLAN 240 
DLS2 (config-vlan)#exit  //sale de la configuración actual 
DLS2 (config)#vlan 1050  //se crea la VLAN 1050 
DLS2 (config-vlan)#name VENTAS  //se asigna nombre a la VLAN 1050 
DLS2 (config-vlan)#exit  //sale de la configuración actual 
DLS2 (config)#vlan 1112  //se crea la VLAN 1112 




DLS2 (config-vlan)#exit  //sale de la configuración actual 
DLS2 (config)#vlan 3550  //se crea la VLAN 3550 
DLS2 (config-vlan)#name PERSONAL  //se asigna nombre a la VLAN 3550 
DLS2 (config-vlan)#exit  //sale de la configuración actual 
 
h) Suspender VLAN 420 en DLS2 
 
En DLS2 
DLS2>enable  //ingreso a modo privilegiado 
DLS2#configure terminal  //acceso a modo de configuración de terminal 
DLS2 (config)# int range g2/0-1  //selecciona el rango de interfaces gigabit 
ethernet 2/0 y 2/1 
DLS2 (config-if-range)#switchport trunk allowed vlan except 420  //permite 
que todas las VLAN se asignen al Puerto excepto la 420 
 
i) En DLS2, crear VLAN 567 con el nombre PRODUCCION La VLAN de 




DLS2>enable  //ingreso a modo privilegiado 
DLS2#configure terminal  //acceso a modo de configuración de terminal 
DLS2 (config)#vlan 567  //se crea la VLAN 567 
DLS2 (config-vlan)#name PRODUCCION  //se asigna nombre a la VLAN 
567 
DLS2 (config-vlan)#exit  //sale de la configuración actual 
 
j) Configurar DLS1 como spanning tree root para las VLANs 
1,12,420,600,1050,1112 y 3550 y como raíz secundaria para las VLAN 
100 y 240 
 
En DLS1 
DLS1>enable  //ingreso a modo privilegiado 
DLS1#configure terminal  //acceso a modo de configuración de terminal 
DLS1 (config)#spanning-tree vlan 1,12,420,600,1050,1112,3550 root 
primary  //se asignan las vlan como puente principal hacienda que se 
eliminen los bucles que se puedan generar al tener enlaces redundantes 
DLS1 (config)#spanning-tree vlan 100,240 root secondary //se asignan las 




k) Configurar DLS2 como spanning tree root para las VLANs 100 y 240 y 
como raíz secundaria para las VLAN 15,240,600,1050,1112 y 3550 
 
En DLS2 
DLS2>enable  //ingreso a modo privilegiado 
DLS2#configure terminal  //acceso a modo de configuración de terminal 
DLS2 (config)#spanning-tree vlan 100,240 root primary  //se asignan las 
vlan como puente principal hacienda que se eliminen los bucles que se 
puedan generar al tener enlaces redundantes 
DLS2 (config)#spanning-tree vlan 15,240,600,1050,1112,3550 root 
secondary  //se asignan las vlan como Puente secundario en caso de que 
falle el primario 
 
l) Configurar todos los puertos troncales de tal forma que solamente las 






DLS1>enable  //ingreso a modo privilegiado 
DLS1#configure terminal  //acceso a modo de configuración de terminal 
DLS1 (config)#int range g1/0-1, g3/0-1  //selecciona el rango de interfaces 
gigabit ethernet 1/0, 1/1 y 3/0, 3/1 
DLS1 (config-if-range)#switchport trunk allowed vlan 




DLS2>enable  //ingreso a modo privilegiado 
DLS2#configure terminal   //acceso a modo de configuración de terminal 
DLS2 (config)#int range g1/0-1, g3/0-1  //selecciona el rango de interfaces 
gigabit ethernet 1/0, 1/1 y 3/0, 3/1 
DLS2 (config-if-range)#switchport trunk allowed vlan 









ALS1>enable  //ingreso a modo privilegiado 
ALS1#configure terminal  //acceso a modo de configuración de terminal 
ALS1 (config)#int range g1/0-1, g3/0-1  //selecciona el rango de interfaces 
gigabit ethernet 1/0, 1/1 y 3/0, 3/1 
ALS1 (config-if-range)#switchport trunk allowed vlan 





ALS2>enable  //ingreso a modo privilegiado 
ALS2#configure terminal  //acceso a modo de configuración de terminal 
ALS2 (config)#int range g1/0-1, g3/0-1  //selecciona el rango de interfaces 
gigabit ethernet 1/0, 1/1 y 3/0, 3/1 
ALS2 (config-if-range)#switchport trunk allowed vlan 




m) Configurar las siguientes interfaces como puertos de acceso, 
asignados a las VLAN de la siguiente manera 
 
Interfaz DLS1 DLS2 ALS1 ALS2 
Interfaz Fa0/6 3550 15,1050 100,1050 240 
Interfaz Fa0/15 1112 1112 1112 1112 
Interfaces 
F0/16-18 
 567   
Tabla 2 - Asignación de VLAN a puertos de acceso 
 
En DLS1 
DLS1>enable   //ingreso a modo privilegiado 
DLS1#configure terminal  //acceso a modo de configuración de terminal 
DLS1 (config)#int g0/0  //selecciona la interfaz g0/0 
DLS1 (config-if)#switchport access vlan 3550  //se asigna la VLAN 3550 
como puerto de acceso a la interfaz g0/0 
DLS1 (config-if)#no shutdown //Evita que se apague la interfaz 
automáticamente 
DLS2 (config-if)#exit  //sale de la configuración actual 
DLS1 (config)#int g0/1  //selecciona la interfaz g0/1 
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DLS1 (config-if)#switchport access vlan 1112  //se asigna la VLAN 1112 
como puerto de acceso a la interfaz g0/1 




DLS2>enable  //ingreso a modo privilegiado 
DLS2#configure terminal  //acceso a modo de configuración de terminal 
DLS2 (config)#int g0/0  //selecciona la interfaz g0/0 
DLS2 (config-if)#switchport access vlan 15  //se asigna la VLAN 15 como 
puerto de acceso a la interfaz g0/0 
DLS2 (config-if)#switchport voice vlan 1050  //se asigna la VLAN 1050 como 
puerto de acceso a la interfaz g0/0 
DLS2 (config-if)#no shutdown  //Evita que se apague la interfaz 
automáticamente 
DLS2 (config-if)#exit //sale de la configuración actual 
DLS2 (config)#int g0/1  //selecciona la interfaz g0/1 
DLS2 (config-if)#switchport access vlan 1112  //se asigna la VLAN 1112 
como puerto de acceso a la interfaz g0/1 
DLS2 (config-if)#no shutdown  //Evita que se apague la interfaz 
automáticamente 
DLS2 (config-if)#exit  //sale de la configuración actual 
DLS2 (config)#int range g0/2-3  //selecciona el rango de interfaces g0/2 y 
g0/3 
DLS2 (config-if)#switchport access vlan 567  //se asigna la VLAN 567 como 
puerto de acceso a la interfaz g0/1 





ALS1>enable  //ingreso a modo privilegiado 
ALS1#configure terminal  //acceso a modo de configuración de terminal 
ALS1 (config)#int g0/0  //selecciona la interfaz g0/0 
ALS1 (config-if)#switchport access vlan 100  //se asigna la VLAN 100 como 
puerto de acceso a la interfaz g0/0 
ALS1 (config-if)#switchport voice vlan 1050  //se asigna la VLAN 1050 como 
puerto de acceso a la interfaz g0/0 





ALS1 (config-if)#exit  //sale de la configuración actual 
ALS1 (config)#int g0/1  //selecciona la interfaz g0/1 
ALS1 (config-if)#switchport access vlan 1112  //se asigna la VLAN 1112 
como puerto de acceso a la interfaz g0/1 





ALS2>enable  //ingreso a modo privilegiado 
ALS2#configure terminal  //acceso a modo de configuración de terminal 
ALS2 (config)#int g0/0  //selecciona la interfaz g0/0 
ALS2 (config-if)#switchport access vlan 240  //se asigna la VLAN 240 como 
puerto de acceso a la interfaz g0/0 
ALS2 (config-if)#no shutdown  //Evita que se apague la interfaz 
automáticamente 
ALS2 (config-if)#exit  //sale de la configuración actual 
ALS2 (config)#int g0/1  //selecciona la interfaz g0/1 
ALS2 (config-if)#switchport access vlan 1112  //se asigna la VLAN 240 
como puerto de acceso a la interfaz g0/1 
ALS2 (config-if)#no shutdown  //Evita que se apague la interfaz  
 
Parte 2: Conectividad de red de prueba y las opciones configuradas 
 
a) Verificar la existencia de las VLAN correctas en todos los switches y la 






























Figura 13 - Verificación de Etherchannel en ALS1 
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Figura 15- Verificación Spanning-Tree en DLS1 (VLAN 100) 
 
 














Current configuration : 5048 bytes 
! 
! Last configuration change at 02:46:05 UTC Tue Jul 13 2021 
! 
version 15.2 
service timestamps debug datetime msec 
service timestamps log datetime msec 










no aaa new-model 
!          
vtp domain CISCO 
vtp mode transparent 
!                       
ip cef     
no ipv6 cef 
!                     
spanning-tree mode pvst 
spanning-tree extend system-id 
spanning-tree vlan 1,12,420,600,1050,1112,3550 priority 24576 
spanning-tree vlan 100,240 priority 28672 
!              
vlan 15    
 name ADMON 
!          
vlan 100   
 name SEGUROS 
!          
vlan 240   
 name CLIENTES 
!          
vlan 420   
 name PROVEEDORES 
!          
vlan 500   
!          
vlan 600   
 name NATIVA 
!          
vlan 1050  
 name VENTAS 
!          
vlan 1112  
 name MULTIMEDIA 
!          
vlan 3550  
 name PERSONAL 
!          
interface Port-channel1 
 switchport trunk encapsulation dot1q 
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 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
!          
interface Port-channel4 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
!          
interface Port-channel12 
 no switchport 
 ip address 10.20.20.1 255.255.255.252 
!          
interface GigabitEthernet0/0 
 switchport access vlan 3550 
 negotiation auto 
!          
interface GigabitEthernet0/1 
 switchport access vlan 1112 
 negotiation auto 
!          
interface GigabitEthernet0/2 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet0/3 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet1/0 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
 negotiation auto 
 channel-group 1 mode active 
!          
interface GigabitEthernet1/1 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
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 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
 negotiation auto 
 channel-group 1 mode active 
!          
interface GigabitEthernet1/2 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet1/3 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet2/0 
 no switchport 
 no ip address 
 negotiation auto 
 channel-group 12 mode active 
!          
interface GigabitEthernet2/1 
 no switchport 
 no ip address 
 negotiation auto 
 channel-group 12 mode active 
!          
interface GigabitEthernet2/2 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet2/3 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet3/0 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
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 negotiation auto 
 channel-group 4 mode desirable 
!          
interface GigabitEthernet3/1 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
 negotiation auto 
 channel-group 4 mode desirable 
!          
ip forward-protocol nd 
!          
ip http server 
ip http secure-server 
!          
ip ssh server algorithm encryption aes128-ctr aes192-ctr aes256-ctr 
ip ssh client algorithm encryption aes128-ctr aes192-ctr aes256-ctr 
!          
control-plane 
!          
banner exec ^C 
************************************************************************** 
* IOSv is strictly limited to use for evaluation, demonstration and IOS  * 
* education. IOSv is provided as-is and is not supported by Cisco's      * 
* Technical Advisory Center. Any use or disclosure, in whole or in part, * 
* of the IOSv Software or Documentation to any third party for any       * 
* purposes is expressly prohibited except as otherwise authorized by     * 
* Cisco in writing.                                                      * 
**************************************************************************^C 
banner incoming ^C 
************************************************************************** 
* IOSv is strictly limited to use for evaluation, demonstration and IOS  * 
* education. IOSv is provided as-is and is not supported by Cisco's      * 
* Technical Advisory Center. Any use or disclosure, in whole or in part, * 
* of the IOSv Software or Documentation to any third party for any       * 
* purposes is expressly prohibited except as otherwise authorized by     * 
* Cisco in writing.                                                      * 
**************************************************************************^C 




* IOSv is strictly limited to use for evaluation, demonstration and IOS  * 
* education. IOSv is provided as-is and is not supported by Cisco's      * 
* Technical Advisory Center. Any use or disclosure, in whole or in part, * 
* of the IOSv Software or Documentation to any third party for any       * 
* purposes is expressly prohibited except as otherwise authorized by     * 
* Cisco in writing.                                                      * 
**************************************************************************^C 
!          
line con 0 
line aux 0 
line vty 0 4 
!               
end        








Current configuration : 5115 bytes 
! 
! Last configuration change at 02:47:19 UTC Tue Jul 13 2021 
! 
version 15.2 
service timestamps debug datetime msec 
service timestamps log datetime msec 








no aaa new-model 
!  
vtp mode transparent 
!          
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ip cef     
no ipv6 cef 
!          
spanning-tree mode pvst 
spanning-tree extend system-id 
spanning-tree vlan 15,240,600,1050,1112,3550 priority 28672 
spanning-tree vlan 100 priority 24576 
!              
vlan 15    
 name ADMON 
!          
vlan 100   
 name SEGUROS 
!          
vlan 240   
 name CLIENTES 
!          
vlan 420   
 name PROVEEDORES 
!          
vlan 500   
!          
vlan 567   
 name PRODUCCION 
!          
vlan 600   
 name NATIVA 
!          
vlan 1050  
 name VENTAS 
!          
vlan 1112  
 name MULTIMEDIA 
!          
vlan 3550  
 name PERSONAL 
!          
interface Port-channel1 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
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 switchport nonegotiate 
!          
interface Port-channel3 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
!          
interface Port-channel12 
 no switchport 
 ip address 10.20.20.2 255.255.255.252 
!          
interface GigabitEthernet0/0 
 switchport access vlan 15 
 switchport voice vlan 1050 
 negotiation auto 
!          
interface GigabitEthernet0/1 
 switchport access vlan 1112 
 negotiation auto 
!          
interface GigabitEthernet0/2 
 switchport access vlan 567 
 negotiation auto 
!          
interface GigabitEthernet0/3 
 switchport access vlan 567 
 negotiation auto 
!          
interface GigabitEthernet1/0 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
 negotiation auto 
 channel-group 1 mode active 
!          
interface GigabitEthernet1/1 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
 switchport trunk encapsulation dot1q 
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 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
 negotiation auto 
 channel-group 1 mode active 
!          
interface GigabitEthernet1/2 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet1/3 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet2/0 
 no switchport 
 no ip address 
 negotiation auto 
 channel-group 12 mode active 
!          
interface GigabitEthernet2/1 
 no switchport 
 no ip address 
 negotiation auto 
 channel-group 12 mode active 
!          
interface GigabitEthernet2/2 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet2/3 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet3/0 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
 negotiation auto 
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 channel-group 3 mode desirable 
!          
interface GigabitEthernet3/1 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
 negotiation auto 
 channel-group 3 mode desirable 
!          
ip forward-protocol nd 
!          
ip http server 
ip http secure-server 
!          
ip ssh server algorithm encryption aes128-ctr aes192-ctr aes256-ctr 
ip ssh client algorithm encryption aes128-ctr aes192-ctr aes256-ctr 
!          
control-plane 
!          
banner exec ^C 
************************************************************************** 
* IOSv is strictly limited to use for evaluation, demonstration and IOS  * 
* education. IOSv is provided as-is and is not supported by Cisco's      * 
* Technical Advisory Center. Any use or disclosure, in whole or in part, * 
* of the IOSv Software or Documentation to any third party for any       * 
* purposes is expressly prohibited except as otherwise authorized by     * 
* Cisco in writing.                                                      * 
**************************************************************************^C 
banner incoming ^C 
************************************************************************** 
* IOSv is strictly limited to use for evaluation, demonstration and IOS  * 
* education. IOSv is provided as-is and is not supported by Cisco's      * 
* Technical Advisory Center. Any use or disclosure, in whole or in part, * 
* of the IOSv Software or Documentation to any third party for any       * 
* purposes is expressly prohibited except as otherwise authorized by     * 
* Cisco in writing.                                                      * 
**************************************************************************^C 




* IOSv is strictly limited to use for evaluation, demonstration and IOS  * 
* education. IOSv is provided as-is and is not supported by Cisco's      * 
* Technical Advisory Center. Any use or disclosure, in whole or in part, * 
* of the IOSv Software or Documentation to any third party for any       * 
* purposes is expressly prohibited except as otherwise authorized by     * 
* Cisco in writing.                                                      * 
**************************************************************************^C 
!          
line con 0 
line aux 0 
line vty 0 4 
!               
end        









Current configuration : 4305 bytes 
! 
! Last configuration change at 02:47:48 UTC Tue Jul 13 2021 
! 
version 15.2 
service timestamps debug datetime msec 
service timestamps log datetime msec 








no aaa new-model 
!  
ip cef     
no ipv6 cef 
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!          
spanning-tree mode pvst 
spanning-tree extend system-id 
!          
interface Port-channel1 
!          
interface Port-channel3 
!          
interface GigabitEthernet0/0 
 switchport access vlan 100 
 switchport voice vlan 1050 
 negotiation auto 
!          
interface GigabitEthernet0/1 
 switchport access vlan 1112 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet0/2 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet0/3 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet1/0 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
 negotiation auto 
 channel-group 1 mode active 
!          
interface GigabitEthernet1/1 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
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 negotiation auto 
 channel-group 1 mode active 
!          
interface GigabitEthernet1/2 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet1/3 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet2/0 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet2/1 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet2/2 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet2/3 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet3/0 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
 negotiation auto 
 channel-group 3 mode desirable 
!          
interface GigabitEthernet3/1 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
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 switchport nonegotiate 
 negotiation auto 
 channel-group 3 mode desirable 
!          
ip forward-protocol nd 
!          
ip http server 
ip http secure-server 
!          
ip ssh server algorithm encryption aes128-ctr aes192-ctr aes256-ctr 
ip ssh client algorithm encryption aes128-ctr aes192-ctr aes256-ctr 
!          
control-plane 
!          
banner exec ^C 
************************************************************************** 
* IOSv is strictly limited to use for evaluation, demonstration and IOS  * 
* education. IOSv is provided as-is and is not supported by Cisco's      * 
* Technical Advisory Center. Any use or disclosure, in whole or in part, * 
* of the IOSv Software or Documentation to any third party for any       * 
* purposes is expressly prohibited except as otherwise authorized by     * 
* Cisco in writing.                                                      * 
**************************************************************************^C 
banner incoming ^C 
************************************************************************** 
* IOSv is strictly limited to use for evaluation, demonstration and IOS  * 
* education. IOSv is provided as-is and is not supported by Cisco's      * 
* Technical Advisory Center. Any use or disclosure, in whole or in part, * 
* of the IOSv Software or Documentation to any third party for any       * 
* purposes is expressly prohibited except as otherwise authorized by     * 
* Cisco in writing.                                                      * 
**************************************************************************^C 
banner login ^C 
************************************************************************** 
* IOSv is strictly limited to use for evaluation, demonstration and IOS  * 
* education. IOSv is provided as-is and is not supported by Cisco's      * 
* Technical Advisory Center. Any use or disclosure, in whole or in part, * 
* of the IOSv Software or Documentation to any third party for any       * 
* purposes is expressly prohibited except as otherwise authorized by     * 




!          
line con 0 
line aux 0 
line vty 0 4 
!                 
end        









Current configuration : 4267 bytes 
! 
! Last configuration change at 02:48:12 UTC Tue Jul 13 2021 
! 
version 15.2 
service timestamps debug datetime msec 
service timestamps log datetime msec 








no aaa new-model  
!          
ip cef     
no ipv6 cef 
!           
spanning-tree mode pvst 
spanning-tree extend system-id 
!          
interface Port-channel1 




!          
interface GigabitEthernet0/0 
 switchport access vlan 240 
 negotiation auto 
!          
interface GigabitEthernet0/1 
 switchport access vlan 1112 
 negotiation auto 
!          
interface GigabitEthernet0/2 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet0/3 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet1/0 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
 negotiation auto 
 channel-group 1 mode active 
!          
interface GigabitEthernet1/1 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
 negotiation auto 
 channel-group 1 mode active 
!          
interface GigabitEthernet1/2 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet1/3 
 shutdown  
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 negotiation auto 
!          
interface GigabitEthernet2/0 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet2/1 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet2/2 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet2/3 
 shutdown  
 negotiation auto 
!          
interface GigabitEthernet3/0 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
 negotiation auto 
 channel-group 4 mode desirable 
!          
interface GigabitEthernet3/1 
 switchport trunk allowed vlan 15,100,240,420,600,1050,1112,3550 
 switchport trunk encapsulation dot1q 
 switchport trunk native vlan 500 
 switchport mode trunk 
 switchport nonegotiate 
 negotiation auto 
 channel-group 4 mode desirable 
!          
ip forward-protocol nd 
!          
ip http server 
ip http secure-server 
!          
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ip ssh server algorithm encryption aes128-ctr aes192-ctr aes256-ctr 
ip ssh client algorithm encryption aes128-ctr aes192-ctr aes256-ctr 
!          
control-plane 
!          
banner exec ^C 
************************************************************************** 
* IOSv is strictly limited to use for evaluation, demonstration and IOS  * 
* education. IOSv is provided as-is and is not supported by Cisco's      * 
* Technical Advisory Center. Any use or disclosure, in whole or in part, * 
* of the IOSv Software or Documentation to any third party for any       * 
* purposes is expressly prohibited except as otherwise authorized by     * 
* Cisco in writing.                                                      * 
**************************************************************************^C 
banner incoming ^C 
************************************************************************** 
* IOSv is strictly limited to use for evaluation, demonstration and IOS  * 
* education. IOSv is provided as-is and is not supported by Cisco's      * 
* Technical Advisory Center. Any use or disclosure, in whole or in part, * 
* of the IOSv Software or Documentation to any third party for any       * 
* purposes is expressly prohibited except as otherwise authorized by     * 
* Cisco in writing.                                                      * 
**************************************************************************^C 
banner login ^C 
************************************************************************** 
* IOSv is strictly limited to use for evaluation, demonstration and IOS  * 
* education. IOSv is provided as-is and is not supported by Cisco's      * 
* Technical Advisory Center. Any use or disclosure, in whole or in part, * 
* of the IOSv Software or Documentation to any third party for any       * 
* purposes is expressly prohibited except as otherwise authorized by     * 
* Cisco in writing.                                                      * 
**************************************************************************^C 
!          
line con 0 
line aux 0 
line vty 0 4 
!               
end        









- Para que los routers aprendieran las rutas de los diferentes protocolos, fue 
necesario especificar en R3 y R4 estas rutas y los protocolos, así como la 
redistribución de estas, ya que al ser un ASBR tiene esta función, enviando 
la información a través de las diferentes redes. 
 
- Para redistribuir la métrica (costo) en la red es necesario indicarle al sistema 
este costo, ya que si no se hace la redistribución falla y no se pueden 
aprender las rutas (para este ejercicio no se podía aplicar la métrica por 
defecto ya que se especificaron unos parámetros); así mismo se debe tener 
en cuenta que cada protocolo distribuye de forma diferente las rutas. 
 
- Al observar las tablas de ruteo en cada uno de los routers, se observan las 
redes conectadas, por medio del protocolo especificado por medio del cual 
aprenden la red y la interfaz de la cual proviene; si no se vieran estas rutas, 
se debe verificar el ASBR para identificar como está realizando la 
redistribución de acuerdo con las redes. 
 
- La creación de los EtherChannel como enlaces redundantes no solo mejora 
el ancho de banda presente en una red, sino que, al presentarse falla, la 
misma configuración de red aplicada evite que se pierdan las tramas 
enviadas a los diferentes dispositivos presentes. Por ejemplo, en grandes 
redes corporativas el tener indisponibilidad es crítico ya que no solo genera 
pérdida de tiempo sino gastos administrativos, que se pueden evitar el tener 
configurados correctamente los enlaces, los accesos desde un determinado 
equipo y host y la reducción de tiempo al mirar en que enlace esta la falla. 
 
- Cada vez que se implemente una configuración o adicione un dispositivo a la 
red, el administrador debe tener esta información presente, ya que puede 
sobrecargar la red con más dispositivos lógicos o físicos que puedan saturar 
los routers o switches, haciendo que los tiempos de convergencia se 
aumenten al no tener balance en la red, ni control de los dispositivos o 
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