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Resumen
Information Sharing (IS) permite el intercambio e
integracio´n de la informacio´n entre distintas esferas de
una organizacio´n, empresas o agencias de gobierno.
El compartir la informacio´n favorece la productividad,
eficiencia y transparencia en los procesos.
En este proyecto integramos IS y Gobierno
electro´nico para brindar servicios de alta calidad
(transparentes y confiables) a los ciudadanos y orga-
nizaciones en general. Esta integracio´n brinda benefi-
cios. Asociados a estos beneficios es necesario identi-
ficar barreras y riesgos inherentes a la integracio´n de
la informacio´n.
Palabras clave: Information Sharing, Gobierno
electro´nico, beneficios, barreras, riesgos.
Contexto
Este trabajo de investigacio´n se desarrolla en el De-
partamento de Ciencias e Ingenierı´a de la Compu-
tacio´n de la Universidad Nacional del Sur (UNS). En
particular, como parte de las tareas que se realizan en
el Laboratorio de Investigacio´n y Desarrollo en Inge-
nierı´a de Software y Sistemas de Informacio´n (LISSI).
El proyecto se financia parcialmente con fondos asig-
nados por la UNS a proyectos de investigacio´n.
Introduccio´n
La integracio´n de informacio´n es considerada una
de las ma´s significativas formas de cambiar la estruc-
tura y la funcio´n de las organizaciones. En la ma´s sim-
ple conceptualizacio´n, la integracio´n de informacio´n
permite a los gerentes trabajar al mismo tiempo, con
la misma informacio´n procedente de mu´ltiples fuen-
tes. Tiene el potencial para apoyar la transformacio´n
de las estructuras de organizacio´n y canales de comu-
nicacio´n entre los mu´ltiples organismos que trabajan
en diferentes lugares.
El Gobierno electro´nico es una herramienta que per-
mite obtener un mejor resultado de las polı´ticas, una
mayor calidad de los servicios pu´blicos, eficiencia en
los procesos de gobierno, un uso eficaz de fondos
pu´blicos, aumento de la participacio´n ciudadana, etc.
Existen diferentes modelos de madurez para evaluar el
nivel de desarrollo de Gobierno electro´nico. Todos los
modelos coinciden que, en el nivel ma´s alto de madu-
rez, los organismos gubernamentales son capaces de
compartir informacio´n.
El compartir y la integracio´n de la informacio´n es
un desafı´o relativamente nuevo para los organismos
pu´blicos. Las estructuras tradicionales de gobierno han
organizado la captura, uso y manejo de informacio´n a
lo largo de lı´neas de agencia. La superacio´n de estos
programas profundamente arraigados y los “silos” de
informacio´n son un desafı´o particular por parte de las
agencias de cara a perseguir los beneficios de la infor-
macio´n integrada.
Information Sharing (IS) se define como el inter-
cambio de informacio´n, que permite el acceso a la in-
formacio´n de otros organismos. El intercambio de in-
formacio´n y la integracio´n puede ayudar a las agencias
del gobierno para prestar mejores servicios pu´blicos y
para resolver los problemas pu´blicos crı´ticos a trave´s
de facilitar la colaboracio´n interinstitucional.
Casos de estudio
En esta seccio´n, presentamos algunas iniciativas de
paı´ses en la utilizacio´n de IS. Los paı´ses fueron selec-
cionados por su grado de madurez en su framework
de interoperabilidad y la disponibilidad de documen-
tacio´n pu´blica sobre los mismos. Estos son Australia,
Reino Unido, Estados Unidos, Nueva Zelanda y Esto-
nia.
AUSTRALIA. El gobierno define el Australian Go-
vernment Interoperability Framework (AGIF) para
maximizar las oportunidades de IS, cooperacio´n de las
personas, procesos y sistemas para la entrega de servi-
cios sin costuras (seamless) y centrados en el cliente,
y promover la integracio´n y reutilizacio´n de los siste-
mas. AGIF identifica los principios, esta´ndares y me-
todologı´as para soporte de las agencias en la entrega
de servicios integrados y seamless.
REINO UNIDO. El gobierno define el e-Government
Interoperability Framework (e-GIF) para establecer las
polı´ticas del gobierno y las especificaciones para lo-
grar la interoperabilidad y la coherencia en el uso del
sistema de las TIC en el sector pu´blico. El framework
define polı´ticas del framework relativa a las cuestiones
de la seguridad, la confidencialidad, la entrega y otras.
ESTADOS UNIDOS. Los departamentos de Justi-
cia y Seguridad Nacional se asociaron para el disen˜o
del NIEM (National Information Exchange Model).
NIEM fue disen˜ado para desarrollar, difundir y apoyar
todas las normas de IS y procesos en la totalidad de la
justicia, la seguridad pu´blica, emergencias y desastres,
la inteligencia, y las empresas de seguridad nacional
en todos los niveles y en todas las ramas del gobierno
de los EE.UU.
NUEVA ZELANDA. El gobierno de Nueva Zelanda
se inspiro´ en el e-GIF y define su propio framework
denominado NZ e-GIF. Este framework se convirtio´ en
una herramienta significativa para promover la colabo-
racio´n y uso eficiente de los recursos entre las agencias
del paı´s.
ESTONIA. El framework de interoperabilidad Esto-
nia IT (2005) tiene por objeto proporcionar directrices
para la elaboracio´n de conceptos comunes utilizados
en los sistemas de informacio´n en todo el paı´s y la or-
ganizacio´n de la contratacio´n pu´blica. El framework
considera que todas las operaciones son como servi-
cios, y los sistemas de informacio´n del estado esta´n
organizados centrados en el servicio.
Lı´neas de Investigacio´n y Desarrollo
IS puede ayudar a las agencias de gobierno a pro-
veer mejores servicios pu´blicos y a resolver proble-
mas pu´blicos crı´ticos facilitando la colaboracio´n inter-
organizacional. A partir del auge y relevancia de IS pa-
ra gobierno electro´nico surgen algunos interrogantes:
(a) cua´les son los factores crı´ticos y los procesos invo-
lucrados en la integracio´n de la informacio´n a trave´s
de los niveles y agencias en el gobierno; (b) co´mo las
TIC y factores sociales interactu´an para influir en la
eficacia de la integracio´n de informacio´n entre organi-
zaciones.
Ejes centrales de esta lı´nea de investigacio´n dentro
del proyecto los siguientes temas:
Beneficios - valor agregado que brinda a los pro-
cesos de negocio, de servicio y a los clientes. Son
las consecuencias u´tiles de la utilizacio´n de IS.
Barreras - obsta´culos que pueden ocurrir durante
la implementacio´n
Riesgos - valor negativo que puede ocasionar un
perjuicio a los procesos, a los servicios y/o clien-
tes.
Considerar exhaustivamente estos aspectos es im-
portante en la implementacio´n de IS para Gobierno
electro´nico. La bu´squeda, seleccio´n y clasificacio´n
permitira´ estimular los beneficios y mitigar los efectos
de las barreras y riesgos durante el proceso de desarro-
llo e implementacio´n.
Resultados y Objetivos
Este proyecto surge a partir de un trabajo de inves-
tigacio´n de IS para Gobierno electro´nico. La integra-
cio´n de la informacio´n brinda beneficios. Estos bene-
ficios obtenidos pueden diferir de una organizacio´n a
otra, de acuerdo con caracterı´sticas de los proyectos
especı´ficos. Sin embargo, hay ciertos tipos de benefi-
cios que pueden esperarse en casi en cualquier integra-
cio´n de la informacio´n o la iniciativa del intercambio
de informacio´n.
Asociado a los beneficios es necesario identificar las
barreras y riesgos que pueden ocurrir por la implemen-
tacio´n de la integracio´n de la informacio´n. Compren-
der los beneficios y los objetivos de la integracio´n, son
necesarios para identificar barreras, y a partir de ellas
desarrollar estrategias para superarlas. Es dificil que la
administracio´n pu´blica comparta la informacio´n, sien-
do este uno de los mayores obsta´culos en la implemen-
tacio´n de IS. Las polı´ticas locales, el entorno social,
cultural y econo´micos han sido una barrera para la co-
laboracio´n e interaccio´n gubernamental, y que gene-
ralmente son difı´ciles de abordar por los distintos or-
ganismos.
Los riesgos esta´n asociados con los efectos no
deseados que puede introducir IS, como por ejem-
plo: pe´rdida de privacidad y seguridad, de automonı´a,
de confianza del pu´blico en los servicios de gobierno
electro´nico, etc.
Estamos en la etapa de ana´lisis y comprensio´n de
las barreras, beneficios y riesgos aplicados a cinco ca-
sos de estudio seleccionados a partir de su relevancia
y experiencia en el tema. Estos paı´ses referentes son
Australia, Nueva Zelanda, Estonia, Reino Unido y Es-
tados Unidos.
Como paso siguiente, se construira´ una lista exhaus-
tiva de cada uno de los to´picos aplicados a cada caso.
A partir de esta lista generada, se estudiara´ la propues-
ta de una nueva clasificacio´n que aporte valor agregado
para la incorporacio´n de IS.
Formacio´n de Recursos Humanos
Los resultados de investigacio´n sera´n utilizados pa-
ra presentar una tesis de Magister en Ciencias de la
Computacio´n. Asimismo, servira´n para generar cour-
seware para materias optativas a dictarse en el Depar-
tamento de Ciencias e Ingenierı´a de la Computacio´n
de la UNS.
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