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情報保護法は、集積情報の保有者 ( 個人情報取扱事業者 ) の義務規
定である。
　集積情報から自己の情報が抽出され、それを利用された個人の救

































　そして 2019 年 3 月以降、その方法を変更した。すなわち内定辞
退率の販売は、まず内定辞退率を求める企業側が、応募してきた就
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入 (intrusion)、②他人に知られたくない私的事柄の公開 (public 
disclosure)、③世間に本来の自己の姿と異なった印象を与えること
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ことで不利益が発生したと主張する者 ( 原告 ) がいるとき、抽出さ
れている情報が識別可能性の情報であるならば、本人の情報である
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　他方、東京地判平成 22 年 10 月 28 日労判 1017 号 14 頁では、企
業が社員の識別情報や人事評価、医療情報、所属部署などのあらゆ
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　2012 年、アメリカの大手スーパーマーケット Target 社が、顧
客の購入履歴、年齢、性別などから当該顧客の妊娠予測スコア
(pregnancy prediction score) を算出していたことが発覚した。
Target 社は、算出したスコアをもとに数万人の妊娠していそうな
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なりつつある。不法行為アプローチでは common tort privacy や
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　breach of confidence では秘匿性が重視されるため、秘匿性の低
い事柄の公表や、ビッグデータの取り扱いには適用が難しいという
欠点がある。
　・breach of fiduciary duty
　受託者を意味する fiduciary であるが、fiduciary duty とは、個
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を保有することをもって、注意義務 (duty of care) や忠実義務 (duty 
of loyalty) に類似する義務が発生すると仮定し、それに反する情報
の取り扱いをしたときは、受託者義務違反とするものである。
　・misuse of private information(MOPI)
　近時、イングランドとウェールズにおいて、Prosser の定義に加
え、新たなプライバシー侵害様態として提案される考え方である 36。
MOPI は考え方の一端が初めて現れたのは、2004 年の Campbell v 
MGN Ltd. である 37。
　misuse は一般的に「悪用」と訳されるが MOPI ではより広く解
する。すなわち、個人に情報が自らの希望しない、あるいは予期し
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プライバシーの関係をめぐる問題は、今後も増加することが予想さ
れる。本論では十分な検討を行わなかったが、スコアは、個人の何
らかの行為の成績のようなものである。成績次第で当該個人に不利
益が生じた場合、それはもはやプライバシーの範疇を超える問題と
なるであろう。
　本論で考察したように、集積情報から特定情報を抽出し、新たな
情報を作出することのみではプライバシー侵害を構成しない。問題
は、公表を含めた利活用にあるものと考えられるが、情報の性質次
第では本来のプライバシー侵害には該当しないこともある。
　プライバシーが問題となる状況は多様化しているが、不法行為法
上のプライバシー定義は大きく変化していない。不法行為法上のプ
ライバシー定義が時代遅れなのではなく、これまでの定義で十分に
対応できることを意味していると考える。
　近時、各国において Prosser の４類型を見直す動きがみられる。
伝統的な基礎理論と新たな理論をいかに融合すべきであるか、今後
検討が必要であろう。
本研究は、平成 28 年度札幌大学研究助成の成果の一部である。
