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/. Bevezetés
Napjainkban az információs társadalom térnyerése és a rohamos technológiai fejlődés 
miatt fokozottan merül fel a személyes adatok védelmének kérdése. 2016-ban szemtanúi 
lehettünk az Európai Uniós adatvédelmi szabályozás reformjának, melynek keretében az 
adatvédelmi irányelvet felváltotta az adatvédelmi rendelet. Ez a reform fontos előrelépést 
jelent a személyes adatok hatékony védelme felé. A tanulmány bemutatja az irányelv és 
a rendelet legfontosabb rendelkezéseit, mindezt a közösségi oldalak által előidézett adat­
védelmi kihívások tükrében. Napjainkban a közösségi oldalak hihetetlen népszerűségnek 
örvendenek, használatuk azonban számos adatvédelmi kérdést vet fel. A tanulmány célja, 
hogy választ adjon arra a kérdésre, hogy az adatvédelmi rendelet valóban megfelelően 
biztosítja-e a személyes adatok védelmét a közösségi oldalak használata során. Ennek 
érdekében az irányelv és a rendelet legfontosabb rendelkezéseinek összehasonlítását kö­
vetően a közösségi oldalak által okozott adatvédelmi kihívásokat elemzem, a tanulmány 
záró része pedig a kutatás eredményeit tartalmazza. *1
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1 A tanulmány az IM kutatás-támogatási ösztöndíj „A közösségi oldalak használata során felmerülő adatvédelmi 
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//. Az adatvédelmi irányelv és az adatvédelmi rendelet
Habár mind az Európai Unió működéséről szóló szerződés,2 3mind az Alapjogi Karta' tar­
talmaz az adatvédelemre vonatkozó rendelkezéseket, az EU-s adatvédelmet illetően a két 
legfontosabb dokumentum az adatvédelmi irányelv és az általános adatvédelmi rendelet. 
Az EU-s adatvédelem központi dokumentumának több mint 20 éven keresztül a 95/46/ 
EK irányelv a személyes adatok feldolgozása vonatkozásában az egyének védelméről és 
az ilyen adatok szabad áramlásáról (a továbbiakban: Irányelv) számított. 2016-ban fontos 
reformnak lehettünk tanúi, ugyanis elfogadásra került és hatályba lépett az (EV) 2016/679 
rendelet a természetes személyeknek a személyes adatok kezelése tekintetében történő vé­
delméről és az ilyen adatok szabad áramlásáról, valamint a 95/46/EK rendelet hatályon 
kívül helyezéséről (általános adatvédelmi rendelet) (a továbbiakban: Rendelet)
Bár a Rendelet már hatályos, alkalmazni 2018. május 25-től kell majd, így eddig 
az időpontig az Irányelv marad az alkalmazandó jogszabály.4 Mind az Irányelv, mind a 
Rendelet technológia semleges, azaz hatályuk az alkalmazott technológiától függetlenül 
valamennyi adatkezelésre kiterjed -  a közösségi oldalak adatvédelmére is így számunkra 
elengedhetetlen ezen dokumentumok ismerete. A fejezetben a közösségi oldalak adatvédelme 
szempontjából leglényegesebb rendelkezéseket ismertetem, összehasonlítva az Irányelvet 
a Rendelet által biztosított szabályozással.
//./. Irányelv vs. Rendelet
Az Irányelvet 1995-ben fogadták el, az első adatvédelmi szabályozási körtől időben lema­
radva Az Irányelv elfogadásának indokai között említi az informatikai fejlődést, az egyre 
könnyebbé váló határokon átnyúló adatfeldolgozást, valamint hogy az eltérő nemzeti sza­
bályozások akadályozhatják az adatok megfelelő áramlását, így szükségessé vált az uniós 
szintű szabályozás megalkotása.5 15 évvel az Irányelv elfogadása után azonban felmerült az 
adatvédelmi szabályozás reformjának a szükségessége. Ennek oka, hogy a rohamos techno­
lógiai fejlődés, valamint a globalizáció új kihívásokhoz vezetett az adatvédelem területén
2 Az Európai Unió működéséről szóló szerződés egységes szerkezetbe foglalt változata OJ C 326,26.10.2012, 
p. 47-390, 16. cikk
3 Az Európai Unió Alapjogi Chartája OJ C 326, 26.10.2012, p. 391^407, 8. cikk
4 Az Európai Parlament és a Tanács (EU) 2016/679 rendelete (2016. április 27.) a természetes személyeknek a 
személyes adatok kezelése tekintetében történő védelméről és az ilyen adatok szabad áramlásáról, valamint 
a 95/46/EK rendelet hatályon kívül helyezéséről (általános adatvédelmi rendelet) (EGT-vonatkozású szöveg) 
OJ L 119,4.5.2016, p. 1-88 (továbbiakban: Rendelet) 99. cikk
5 Szőke Gergely László: A z  európai adahédelmi jog megújítása. Tendenciák és lehetőségek az önszabályozás 
területén. Doktori értekezés, Pécsi Tudományegyetem Állam- és Jogtudományi Kar, Pécs, 2014, 43-44. pp. 
és az Európai Parlament és a Tanács 95 46 EK irányelve (1995. október 24.) a személyes adatok feldolgozása 
vonatkozásában az egyének védelméről és az ilyen adatok szabad áramlásáról OJ I. 281,23.11.1995. p. 31-50 
(továbbiakban: Irányelv) prcambulum (4), (6), (7)
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is, valamint a személyes adatok gyűjtése sokkal kifinomultabbá és kevésbé kimutathatóvá 
vált.6 Míg az Irányelv megalkotásának idején megszámolható mennyiségű adatkezelőről 
és adatkezelésről volt szó, addig ez a helyzet ma már nem áll fenn.7 Példaként elég arra 
gondolni, hogy míg 1995-ben nem volt jellemző, hogy valamennyi háztartás rendelkez­
zen internet kapcsolattal (sőt!), addig ma már ez teljesen természetesnek tekintendő, a 
számítógépek, laptopok, tabletek, okostelefonok, stb. elterjedésével.8 Az is problémaként 
merült fel, hogy az Irányelv nem érte el a kívánt harmonizációs hatást, és így a tagállamok 
szabályozásai sok esetben különböztek.9
Szükségessé vált tehát az adatvédelmi reform annak érdekében, hogy az EU a 21. 
században is megfelelőképp tudja biztosítani a személyes adatok védelmét. A reform 
két dokumentumból állt, amelynek egyike a Rendelet.10 1A reform kapcsán annyit fontos 
leszögezni, hogy az Irányelv alapelvei továbbra is érvényesek, valamint a technológia 
semleges természetét megtartotta az új szabályozás." Az Irányelv módosítására irányuló 
eljárás már 2009-ben megindult,12 s végül 2016-ban került elfogadásra a Rendelet. Az 
első -  és talán legszembetűnőbb -  változás, hogy nem irányelvben szabályozza többé az 
EU az adatvédelem kérdését, hanem egy rendelettel, ezáltal egységes európai adatvédelmi 
szabályozást létrehozva.
II.2. Alapvető definíciós változások és hatály
A rendeleti formában történő szabályozás azt eredményezi, hogy egységes fogalmakat kell 
majd használni az EU valamennyi tagállamában, és megszűnnek az egyes tagállamok közötti
6 European Commission: Communication from Ihe Commission to Ilié European Parliament. the Councit. Ihe 
Economic and Social Committee and the Commillee o f the Regions A comprehensive approach on persona! 
dala proleclion in the European Union. Brusscls, 4 November 2010. COM(2010) 609 final. 2. p.
7 De Hert, Paul -  Papakonstantinou, Vagelis: The proposed dala proleclion Reguládon replacing Direclive 
95/46/EC: A soundsystem fór the proleclion o f individuals. Computer Law and Sccurity Rcvicw Vol. 28. Iss. 
2. (2012) 131. p.
* Míg 1995-ben világszerte 16 millió intcmcthasználóról beszélhettünk, 2016 szeptemberére ez a szám 3675 
millióra emelkedett. Forrás: Internet World Stats: Internéi Growth Slalislics. http://www.intcmctworldstats.com/ 
cmarkcting.htm (Letöltés ideje: 2016. december 16.) Vivianc Reding, a Bizottság alclnökc is azt nyilatkozta, 
hogy az Irányelv elfogadásának idején az európaiaknak kevesebb, mint 1%-a használta az internetet. Forrás: 
European Commission -  Press release: C ommission proposes a comprehensive reform o f dala proleclion rules 
lo increase users'control o f the ir dala and lo cut cosls fó r businesses. 2012. január 25. http://curopa.cu/rapid/ 
prcss-rclcasc IP-12-46 cn.htm (Letöltés ideje: 2016. december 16.)
9 De FIert -  Papakonstantinou 2012, 131. p.
10 Az adatvédelmi reform másik dokumentuma a 2016/680 irányelv a személyes adatoknak az illetékes hatósá­
gok által a bűncselekmények megelőzése, nyomozása, felderítése, a vádeljárás lefolytatása vagy büntetőjogi 
szankciók végrehajtása céljából végzett kezelése tekintetében a természetes személyek védelméről és az ilyen 
adatok szabad áramlásáról, valamint a 2008/977IIB tanácsi kerethatározat hatályon kívül helyezéséről OJ L 
119. 4.5.2016. p. 89-131
11 European Commission: Communication from the Commission. 2010. 3. p
12 De FIert Papakonstantinou 2012. 131. p.
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esetlegesen eltérő értelmezések. Az Irányelv értelmében személyes adat „az azonosított 
vagy azonosítható természetes személyre („érintettre”) vonatkozó bármely információ”, 
az érintett pedig az a természetes személy, aki közvetve vagy közvetlenül azonosított vagy 
azonosítható. [Irányelv 2. cikk a)] Az azonosíthatóság kapcsán pedig példálózó felsoro­
lásban feltünteti, hogy különösen mely tulajdonságok alapján azonosítható az érintett. A 
Rendelet alapvetően megtartja az Irányelv által meghatározott definíciót, annyi változást 
hozva, hogy a példálózó felsorolásba belekerült az online azonosító, a helymeghatározó 
adat és a genetikai adat. (Rendelet 4. cikk 1.) Ugyanakkor fontos változás, hogy a Rendelet 
preambuluma kifejezetten kijelenti, hogy az IP-cím vagy a cookie-azonosító is azonosítja 
az érintettet, mely nem mindig volt egyértelmű.13 Ezen rendelkezés jelentőségét az adja, 
hogy rámutat arra, hogy a technológiai fejlődés által lehetővé vált a profilalkotás és az 
érintett azonosítása, a nominatív identitásának ismerete nélkül.14 Mind az Irányelv, mind 
a Rendelet magasabb védelmet biztosít az ún. különleges adatoknak. (Irányelv 8. cikk; 
Rendelet 9. cikk) A Rendelet célja volt továbbá az is, hogy a technológiai és társadalmi 
fejlődés fényében felülvizsgálja, hogy szükséges-e újabb adatokat különleges adattá nyil­
vánítani.15 A Rendelet -  az Irányelvvel ellentétben -  a különleges adatok között említi a 
genetikai adatot, a biometrikus adatot és az egészségügyi adatot, valamint definiálja is 
őket. (Rendelet 4. cikk 13, 14, 15)
A közösségi oldalak használata során a felhasználók számos adatot osztanak meg saját 
magukról, az e-mail címtől kezdve, a születési dátumon át egészen a családi állapotig. 
Megváltozni látszik, hogy mi tekinthető az egyén privát szférájának, hiszen manapság a 
közösségi oldalak felhasználói világszerte osztják meg személyes adataikat a nyilvánosság­
gal, mindezt soha nem látott mennyiségben és minőségben.16 Ez a különleges adatokra is 
vonatkozik, hiszen a közösségi oldalak, blogok, fórumok és az online önkifejezés korában 
a szenzitív adatok (nyilvános) megosztása egyre gyakoribb jelenség.
Az adatkezelés definíciója kapcsán sem lehettünk jelentős változásnak tanúi (leszámítva, 
hogy a magyar fordításban az Irányelv az adatfeldolgozás, míg a Rendelet az adatkezelés 
fogalmat használja -  az angol változat egységes „processing” kifejezésével ellentétben), 
így az továbbra is az adatokon végzett gyakorlatilag bármely műveletet jelenti. [Irányelv 
2. cikk b); Rendelet 4. cikk 2.] A Rendelet továbbra is az adatkezelő és az adatfeldolgozó 
kettőséből indul ki.17 Mind az Irányelv, mind a Rendelet értelmében az adatkezelő az, aki 
a személyes adatok kezelésének céljait és eszközeit meghatározza, míg adatfeldolgozó az, 
aki az adatkezelő nevében személyes adatokat kezel. [Irányelv 2. cikk d) e); Rendelet 4. 
cikk 7, 8] A Rendelet továbbá bevezeti a közös adatkezelő fogalmát azokra az esetekre,
13 De Hert Papakonstantinou 2012, 133. p.
14 Costa, Luiz - Poullet, Yves: Privacyand the reguládon o/2fíl2. Computer Law and Sccurity Rcvicw Vol. 
28. Iss. 3. (2012) 255. p.
15 Europcan Commission: Communication from the Commission. 2010. 9. p.
16 International Working Group on Data Protcction in Tclccommunications: Report and Guidance on Privacy in 
Sódat Nenvork Services -  "Romé Memorandum ", 3-4 March 2008. (675.36.5.) I . p.
17 De Hert -  Papakonstantinou 2012, 133. p.
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amikor az adatkezelés célját és eszközeit két vagy több adatkezelő közösen határozza meg. 
[Rendelet 26. cikk (1)]
A közösségi oldalak kapcsán azonban felmerül a kérdés, hogy hogyan alkalmazható 
ez a hagyományos adatkezelő -  adatfeldolgozó felosztás, amely az Irányelv elfogadása 
idején még helytálló volt, azonban az internet korában már idejétmúlt, hiszen felhasz­
nálók, vállalkozások, kormányok és eszközök milliói kezelnek adatokat világszerte.18 A 
29-es Adatvédelmi Munkacsoport szerint a közösségi oldal üzemeltetője adatkezelőnek 
minősül, hiszen ő határozza meg az oldal alapvető szolgáltatásait (pl.: hogyan lehet profilt 
létrehozni), valamint ő dönt arról, hogy milyen célra használhatóak fel az adatok (pl.: 
hirdetések reklámozása). A különféle alkalmazások üzemeltetői szintén minősülhetnek 
adatkezelőnek, míg a felhasználó a legtöbb esetben -  eltekintve bizonyos esetektől -  érin­
tettnek minősül.19 A kérdés azért lényeges, mivel ha valaki adatkezelőnek minősül, akkor az 
adatkezelőt terhelő kötelezettségeknek eleget kell tennie. Ugyanakkor Patrick Van Eecke és 
Maarten Truvens szerint a közösségi oldal üzemeltetője és a felhasználó egyszerre minősül 
adatkezelőnek (és adatfeldolgozónak) hiszen mind a két szereplő maga határozza meg 
az adatkezelésnek a célját és az eszközét. A közösségi oldal üzemeltetője határozza meg 
az oldal működési struktúráját és a technológiát, míg a felhasználó azt, hogy használja-e 
a közösségi oldalt, ha igen melyiket, milyen célból, milyen adatokat oszt meg magáról 
vagy harmadik személyekről. így a felhasználó által megadott ezen adatok esetében az 
oldal üzemeltetője adatfeldolgozónak minősül, mivel a felhasználó akaratának megfelelően 
tárolja és teszi közzé a felhasználó által megadott adatokat. Az alkalmazások üzemeltetői 
szintén minősülhetnek -  a konkrét körülményektől függően -  vagy adatkezelőnek, vagy 
pedig adatfeldolgozónak.20 Jól látható, hogy egy igen összetett adatkezelési folyamattal 
állunk szemben, melynek megítélése nagyban függ az eset körülményeitől.
A hozzájárulás fogalma a Rendeletben sokkal pontosabban került meghatározásra. Az 
Irányelv annyit szögezett le, hogy a hozzájárulásnak önkéntesnek, kifejezettnek és tájé­
kozottnak kell lennie, [Irányelv 2. cikk h)] ezzel szemben a Rendelet önkéntes, konkrét, 
megfelelő tájékoztatáson alapuló és egyértelmű kinyilvánítást kíván meg. (Rendelet 4. cikk 
11.) A Rendelet értelmében az adatkezelőt terheli a felelősség, hogy bizonyítani tudja, hogy 
az érintett az adatkezeléshez valóban hozzájárult. [Rendelet preambulum (42)] Annak érde­
kében, hogy a hozzájárulás valóban önkéntes legyen, nem lehet az adatkezelés jogalapja, 
ha a felek között egyenlőtlen viszony áll fenn. [Rendelet preambulum (43)] A Rendelet 
azt is egyértelművé teszi, hogy az internetes oldalakon az előre „bepipált” hozzájárulás 
az adatkezeléshez nem elfogadható. [Rendelet preambulum (32)] A hozzájárulás iránti 
kérelemnek érthetőnek és hozzáférhetőnek kell lennie, világos és egyszerű nyelvezettel 
kell rendelkeznie, [Rendelet 7. cikk (2)] valamint az érintett bármikor visszavonhatja a 
hozzájárulását. [Rendelet 7. cikk (3)]
18 Van Eecke, Patrick -  Truyens, Maartin: Privacy and social networks. Computer Law and Sccurity Rcvicw 
Vol. 26. Iss. 5.(2010)537. p.
19 Articlc 29 Data Protcction Working Party: Opinion 5/2009 on online social nedvorking. 12 Junc 2009. (01189/09/ 
EN WP 163.) 5-7. pp.
20 Van Eecke Truyens20I0, 537-541. pp.
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A közösségi oldalak vonatkozásában probléma merülhet fel az oldal üzemeltetője és a 
felhasználó, valamint a felhasználó és felhasználó/harmadik személyek viszonylatában. A 
gyakorlatban felmerül annak kérdése, hogy az adatvédelmi szabályzat -  melynek elfoga­
dása kötelező, amennyiben valaki használni szeretné az adott közösségi oldalt -  mennyire 
biztosít megfelelő tájékoztatást és elfogadása valóban önkéntes-e? Az adatkezelési sza­
bályzatok megfogalmazása sok esetben terjengős, így a felhasználók eleve nem olvassák 
el, amennyiben pedig elolvassák, nem értik meg a benne foglaltakat, vagy ha megértik, 
akkor hiányzik a háttértudásuk ahhoz, hogy megfelelő, informált döntést hozhassanak.21 
Az önkéntesség esetén pedig felmerülhet, hogy mivel sok online szolgáltatásnak nincsen 
valós alternatívája -  például ha az összes ismerősöm egy bizonyos közösségi oldalnak a 
tagja, ha kommunikálni szeretnék velük, akkor azt az adott közösségi oldalt kell használ­
nom -  mennyiben mondható önkéntesnek a hozzájárulás? Problémát okozhat az is, hogy 
a felhasználók gyakran osztanak meg harmadik személyekre vonatkozó adatokat -  legyen 
szó akár egy másik felhasználóról, akár egy nem felhasználóról -  (pl.: közös fénykép 
közzététele) akár az érintett tudomása vagy hozzájárulása nélkül.22 23
Az Irányelv és a Rendelet tárgyi hatálya megegyezik: kiterjed valamennyi részben 
vagy egészben automatizált adatkezelésre, valamint az olyan nem automatizált módon 
történő adatkezelésre, amely valamely nyilvántartási rendszer részét képezi, vagy annak 
részévé kívánnak tenni. [Irányelv 3. cikk (1); Rendelet 2. cikk (1)] Tehát az alkalmazott 
technológiától függetlenül alkalmazandó a szabályozás. A tárgyi hatály alóli kivételt je­
lentenek bizonyos, az uniós jog hatályán kívüli tevékenységek valamint bizonyos tagálla­
mi tevékenységek, valamint a természetes személy által kizárólag személyes célra, vagy 
háztartási/otthoni tevékenység keretében végzett adatkezelések (pl.: levelezés, címtárolás). 
[Irányelv 3. cikk (2); Rendelet 2. cikk (2)]
A háztartási kivétel kapcsán fel kell tennünk a kérdést, hogy a jognak hogyan kell 
reagálnia az internet térnyerése okozta változásra? Az Európai Unió Bírósága (a további­
akban: EUB) a Lindqvist esetben foglalkozott ezzel a kivétellel és megállapította, hogy 
ez a kivétel nem alkalmazandó a személyes adatoknak az interneten történő közzététe­
lére, ha a közzététel következtében az adatok meghatározatlan személy számára válnak 
hozzáférhetővé.21 A közösségi oldalak kapcsán nem mindig egyértelmű a szabályozás, 
hiszen habár a legtöbb esetben pusztán személyes célokra használják a közösségi portá­
lokat, a kivételnek a rájuk történő alkalmazása ellentétes lehet a jogalkotói szándékkal.24 
A vélemények sem egységesek: a Lindqvist ügy értelmében nem alkalmazandó a kivétel, 
a 29-es Adatvédelmi Munkacsoport szerint pedig a kivétel csupán néhány esetben nem
21 Solove, Dániel J.: Introduction: Privacy-Self Management and the Consent Dilemma. Harward Law Review 
Vol. 126. No. 7. (2013) 1888. p. (Lásd meg: 1888-1893. pp.)
22 Smith, W illiam P. -  Kidder, Deborah L.: You 've been tagged! (Then again, maybe nőt): Employers and 
Facebook. Business Horizons Vol. 53. Iss. 5. (2010) 495. p.; González Fuster, Glória -  Gutwirth. Serge: 
Privacy 2.0? Rcvuc du Droit dcs Technologies de l’lnformation (2008) Elérhető: http://works.bcprcss.com/ 
serge gutwirth/12/ (Letöltés ideje: 2016. december 20.) 3. p.
23 C-101/01 Bodil Lindqvist [2003] ECR 1-12971.46-48 pár.
24 Van Eecke -  Truyens 20 10, 539. p.
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alkalmazandó.25 Ugyanakkor a közösségi oldalak sok esetben ma már igen differenciált 
adatvédelmi beállítások használatát teszik lehetővé a felhasználó számára, így vélemé­
nyem szerint az adott tartalomra alkalmazott adatvédelmi beállításoktól is függhet, hogy 
az valóban meghatározatlan személyek számára is hozzáférhetővé vált-e.
Az Irányelv területi hatálya az olyan adatkezelőre alkalmazandó, aki letelepedett va­
lamelyik tagállamban vagy nem telepedett le a tagállamban, de a tagállam területén olyan 
eszközt alkalmaz, amely adatkezelést végez, leszámítva azt az esetet, ha az eszközt kizá­
rólag az EU-n átmenő adatforgalom céljából használja. [Irányelv 4. cikk (l)]26 A Rendelet 
területi hatálya ehhez képest szélesebb, mivel nemcsak az adatkezelő EU-ban található 
tevékenységi helye, hanem az adatfeldolgozó tevékenységi helye alapján is alkalmazni 
kell a szabályozást, attól függetlenül, hogy az adatkezelés az EU területén törtémk-e vagy 
sem Azt is kifejezetten szabályozza, hogy amennyiben az adatkezelő vagy adatfeldolgozó 
nem rendelkezik az EU-ban tevékenységi hellyel, de az EU-ban tartózkodó érintettekre 
vonatkozó személyes adatokat kezel, akkor milyen esetekben kell mégis a Rendeletet alkal­
mazni Ennek értelmében akkor is az EU-s szabályozást kell alkalmazni, ha az adatkezelés 
az EU-ban tartózkodó érintettek számára történő szolgáltatásnyújtás, vagy az érintettnek 
az EU területén belüli viselkedésének a megfigyeléséhez kapcsolódik.27 Ennek értelmében 
a közösségi oldal üzemeltetőjének is eleget kell tenniük a Rendelet által megfogalmazott 
követelményeknek.
11.3. Az adatkezelés jogalapja és az adatkezelés alapé Ivei
Az adatkezelő felelős azért, hogy az adatkezelés jogalapja és az adatkezelés alapelvei a 
szabályozásnak megfelelőek legyenek. Az adatkezelés jogalapját tekintve az Irányelv és a 
Rendelet között nincsen szignifikáns különbség. Az adatkezelés jogalapja így lehet (1) az 
érintett hozzájárulása, (2) ha az szerződés teljesítéséhez szükséges, (3) ha az az adatkez­
előre vonatkozó jogi kötelezettség teljesítéséhez szükséges, (4) ha az az érintett (vagy -  a 
Rendelet esetében -  egy másik természetes személy) létfontosságú érdekeinek védelméhez 
szükséges (5) közérdekből elvégzendő feladat végrehajtásához vagy hivatali hatáskör 
gyakorlásához/közérdekü vagy közhatalmi jogosítvány gyakorlásához szükséges, vagy (6) 
az adatkezelő vagy harmadik fél jogszerű érdekeinek érvényesítéséhez szükséges, kivéve, 
ha ennél magasabb rendűek az érintettnek a személyes adatok védelméhez kapcsolódó 
alapvető jogai és szabadságai. [Irányelv 7. cikk; Rendelet 6. cikk (1)]
25 Article 29 Data Protcction Working Party: Opinion 5/2009 on online social nehvorking. 5-7. pp.
26 Ezt tovább árnyalta a Googlc Spain (C -131/12 Googlc Spain és Googlc 12014] ECLI:EU:C:20I4:317) és a 
Weltimmo ügy (C-230/14 Weltimmo [2015] ECLI:EU:C:2015:639), amelyre most terjedelmi okok miatt nem 
térek ki.
27 Rendelet 3. cikk (l)-(2); Tayi.or, Mistale: Permissions and Prohibitions in Data Prolection Jurisdiction. 
Brusscls Privacy Hub Working Paper, Vol. 2, N° 6, May 2016. Elérhető: http://www.brusselsprivacyhub.org/ 
Rcsourccs/BPH-Working-Papcr-VOL2-N6.pdf (Letöltés ideje: 2017. január 8.) 13. p.
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A közösségi oldalak esetében többféle jogalap jöhet szóba. Amennyiben az oldal vagy 
egyéb alkalmazás üzemeltetője az adatkezelő, akkor a hozzájárulás, szerződés teljesítéséhez 
szükségesség és az érdekmérlegelésen alapuló jogalap jöhet szóba. Ugyanakkor felmerül 
a kérdés, hogy a regisztrációkor kötelezően megadandó adatok köre valóban csak olyan 
adatokat érint, amelyek szükségesek a szolgáltatás igénybevételéhez (pl.: valós név vagy 
álnévhasználata). Ha a felhasználó az adatkezelő, akkor a hozzájárulás vagy pedig az 
érdekmérlegelési jogalap jöhet számításba.28
A Rendelet megtartotta a főbb adatkezelési alapelveket -  pl.: tisztességesség, adatmi­
nőség, célhoz kötöttség, ugyanakkor kibővítette a listát az átláthatóság elvével, valamint 
beemelte az alapelvek közé az adatbiztonság elvét és az adatkezelő felelősségét. (Irányelv 
6. cikk; Rendelet 5. cikk)
A közösségi oldalak kapcsán probléma merülhet fel különösen a pontosság és az átlát­
hatóság kapcsán. A pontosság elve megköveteli, hogy az adatok pontosak és naprakészek 
legyenek. [Rendelet 5. cikk (1) d.] Ez a követelmény könnyen sérülhet, amennyiben az 
egyén online profilja alapján hoz valaki -  pl. munkáltató, rendvédelmi szervek -  döntést, 
mivel ezek a profilok nem adnak pontos képet az érintettről.29 Az így szerzett adatok az 
eredeti kontextusukból kiemelve pontatlan képet nyújtanak az egyénről, és a naprakészségük 
is erősen vitatható, tekintve, hogy sok esetben évekre visszamenő online tevékenységről 
van szó. Az átláthatóság elve értelmében az érintettnek tisztában kell lennie az adatkeze­
lés legfontosabb jellemzőivel (pl.: ki kezeli, hogyan gyűjtik az adatokat, stb.). [Rendelet 
preambulum (39)] Ugyanakkor az adatkezelési tájékoztatók a gyakorlatban nem teszik 
átláthatóvá az adatkezelés a folyamatát.
11.4. Adattovábbítás harmadik országokba
Mind az Irányelv, mind a Rendelet előírja, hogy a harmadik országokba történő adatto­
vábbítás esetén a harmadik országnak megfelelő védelmi szintet kell biztosítania. Ez a 
követelmény az internet világában kiemelten fontos, hiszen az online világban nem léteznek 
határok.30 A Rendelet célja volt egyszerűsíteni a Bizottság által végzendő megfelelőségi 
határozatnak a meghozását, pontosabb követelményrendszer meghatározása által.31 Nap­
jaink egyik aktualitásának tekinthető az USA és az EU közötti adattovábbítások kérdése, 
amelyet a Bizottság határozata a 95/46/EK európai parlamenti és tanácsi irányelv alapján, 
az Egyesült Államok Kereskedelmi Minisztériuma által kiadott „ biztonságos kikötő " adat­
28 Van Eecke - T ruyens 2010, 542-543. pp.
29 Kajtár Edit -  Mestre, Brúnó: Social networks andemployees ’right loprivacy in ihe pre-employmenl slagé: 
somé comparative remarks and interrogations. Hungárián Labour Law E-Journal, 2016/1.34. p.
30 Elég az Edward Snowdcn által 2013-ban kiszivárogtatott NSA megfigyelési botrányára gondolnunk. Lásd: The 
Guardian: NSA spying scandal: whal v/e have teamed. 10 Junc 2013. http://www.thcguardian.com/world/2013/ 
jun/10/nsa-spying-scandal-what-wc-havc-lcamcd (Letöltés ideje: 2016. február 23.); Pintér Róbert: Ycs, we 
(s)can! Információs Társadalom 2013/3-4. pp. 28-42.
31 Europcan Commission: Communication J,rom the Commission. 2010. 16. p.
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védelmi elvek által biztosított védelem megfelelőségéről és az ezzel kapcsolatos gyakian 
felvetődő kérdésekről (2000/520/EK) szabályozott több mint egy évtizeden keresztül. Az 
Európai Unió Bírósága ugyanakkor 2015. október 6-án a Schrems ítéletben32 *kimondta 
a határozat érvénytelenségét. A Bizottság 2016. július 12-én elfogadta a transzatlanti 
adatáramlások kérdését rendező EU-US adatvédelmi pajzsot.
11.5. Érintetti jogosultságok
Az Irányelvben meghatározott érintetti jogosultságokat megtartotta a Rendelet, ugyanakkor 
erősítette is az érintett pozícióját. így a Rendelet továbbra is biztosítja az érintett számára 
a tájékoztatáshoz való jogot, az adathozzáféréshez való jogot, a törléshez, helyesbítéshez, 
valamint a tiltakozáshoz való jogot.34 A Rendelet céljai közé tartozott, hogy az érintett 
számára hatékony kontrollt biztosítson a személyes adatai felett, így ezeket a már létező 
érintetti jogosultságokat részletesebbé, kifejezettebbé, valamint egyértelműbbé tette.35
A Rendeletben a tájékoztatáshoz való jog kapcsán nőtt azon információk köre, amely­
re vonatkozóan tájékoztatni kell az érintettet. Megjelent az átláthatóság követelménye, 
melynek érvényesülése kiemelten fontos, hiszen ez a feltétele annak, hogy az érintettek 
valóban rendelkezni tudjanak a személyes adataikról. Így az adatkezelésre vonatkozó tájé­
koztatásnak könnyen hozzáférhetőnek, érthetőnek, valamint világosnak és közérthetőnek 
kell lennie. Ez különösen fontos az online világban, ahol gyakran nehezen érhetőek az 
adatkezelési tájékoztatók.36 *
A már korábban is létező jogosultságok és „alapelvek” mellé a Rendelet újabb jogo­
sultságokat is bevezetett. Mivel az érintetteknek igen kevés kontrolijuk van a személyes 
adataik felett, a Rendelet célja, hogy megerősítse ezen jogokat, így tisztázza a feledéshez 
való jogot, valamint bevezeti az adathordozhatósághoz való jogot.
Az elfeledtetéshez való jog (right to be forgottén) nem teljesen új jogosultság, mivel 
már az Irányelvben is megtalálható volt.38 Az érintett jogát jelenti arra, hogy a személyes 








C-362/14 Schrcms [2015] ECL1:EU:C:2015:650
Európai Bizottság sajtóközlemény: Az Európai Bizottság elindítja a: EU-USA adatvédelmi pajzsot, amely 
erőteljesebb védelmet biztosit a transzatlanti adatáramlásoknak. Brüsszel, 2016. július 12. http://curopa.cu/ 
rapid/prcss-rclcase IP-I6-246I hu.htm (Letöltés ideje: 2016. december 15.); A Bizottság (EU) 2016/1250 
végrehajtási határozata <2016. július 12.) a 95/46/EK európai parlamenti és tanácsi irányelv alapján az 
EU-USA adatvédelmi pajzs által biztosított védelem meg/elelöségérül OJ L 207. 1.8.2016. p. 1-112 
Az érintetti jogosultságokról lásd bővebben: Irányelv 1V-VII. szakasz; Rendelet 111. fejezet
Europcan Commission: Communication front the ( ommission. 2010 7 p.
Rendelet 12-14. cikk; Europcan Commission: Communication Jrom the Commission. 2010. 6. p.
Costa -  Poullet 2012. 256. p.
A témáról lásd bővebben: Bunn, Anna: The curious case o f the right to be forgottén. Computer Law and
Sccurity Rcvicw Vol. 31. Iss. 3. (2015) 336-350. pp.
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amely az adatkezelést indokolná.19 Ennek a jogosultságnak két vetülete létezik.39 40 Az első 
a „hagyományos” törléshez való jog, amely értelmében az érintett kérheti az adatkezelőt, 
hogy törölje a rá vonatkozó személyes adatot. [Irányelv 12. cikk b); Rendelet 17. cikk (1)] 
A Rendelet kiegészíti a törléshez való jogot az elfeledtetéshez való joggal, annak érdeké­
ben, hogy erősítse az érintett törléshez való jogát az online világban. Ennek értelmében 
„a személyes adatokat nyilvánosságra hozó adatkezelőnek észszerű lépéseket kell tennie 
-  ideértve a technikai intézkedések alkalmazását is -  annak érdekében, hogy az ilyen sze­
mélyes adatokat kezelő adatkezelőket tájékoztassa arról, hogy az érintett kezdeményezte 
a szóban forgó személyes adatokra mutató linkek vagy e személyes adatok másolatának, 
illetve másodpéldányának törlését.” [Rendelet preambulum (66), 17. cikk (2)]41 A jogo­
sultság mögött az áll, hogy míg az emberi elme korlátozottan képes emlékezni a dolgokra, 
addig az internet semmiféle korláttal nem rendelkezik.42 Ugyanakkor ezen rendelkezésnek 
a gyakorlatban történő alkalmazása még kérdéses, hiszen maga az internet nem képes felej­
teni, nem lehetséges véglegesen eltávolitani róla egy tartalmat.43 Ez a jogosultság jelentős 
előrelépést jelent az internetes adatvédelem terén, ugyanakkor pontosabb lenne, ha úgy 
értelmeznénk, mint a meg nem találáshoz való jogot, tekintve, hogy technológiailag nem 
lehetséges valamit teljesen törölni az internetről.44 Ez a jogosultság kiemelkedő fontos­
ságú, hiszen megadja a lehetőséget az embereknek, hogy elmeneküljenek a múltjuk elől. 
Hiszen mindenki el tud képzelni olyan pillanatot az online életében, amire nem szívesen 
emlékszik vissza.45 Luiz Costa és Yves Poullet úgy értelmezték ezt a jogosultságot, mint 
egy speciális Miranda figyelmeztetés elkerülését: hogy ne abban a tudatban éljünk, hogy 
bármi, amit teszünk felhasználható ellenünk a jövőben.46 A közösségi oldalak vonatko­
zásban ez a jog sok esetben nem érvényesül -  méghozzá legtöbb esetben a felhasználó 
akaratából - ,  ugyanis számos profilon tipikusan olyan adatok is elérhetőek, melyek adott 
esetben évekkel ezelőtt kerültek fel és már egyáltalán nem rendelkeznek relevanciával. 
Elég példaként arra gondolni, amikor a munkáltató a munkaerő felvételi eljárásban hoz­
záfér a frissen diplomázott jelöltnek Facebook-on elérhető gólyatáboros bulizós képeihez, 
amelyek miatt végül nem alkalmazza.
39 Europcan Commission: Communicationfrom the Commission. 2010. 8. p.
40 Europcan Digital Rights: Key aspects o f the proposed General Data Protection Reguládon explained. https:// 
cdri.org/filcs/GDPR-kcy-issucs-cxplaincd.pdf (Letöltés ideje: 2015. deccmcr 5.) 6. p.
41 A jogosultság korlátozásáról lásd: Rendelet 17. cikk (3)
42 Kindt, Els: Privacy and Data Protection Law: An Introduction. (Confcrcncc presentation at the IC 1206 
Training School: Dc-idcntification fór privacy protection in multimédia contcnt 07-11 Octobcr 2015, Limassol, 
Cyprus, II Octobcr 2015)
43 Bolton, Róbert Lee: The Right to Be Forgottén: Fortéd Amnesia in a Technological Age. The John Marshall 
Journal o f  Information Technology & Privacy Law Vol. 31. Iss. 2. (2014). 133. p.
44 International Working Group on Data Protection in Tclccommunications: Working Paper and Recommendations 
on the Publication o f PersonaI Data on the Web, Website Contents Indexing and the Protection o f Privacy. 
15-16 April 2013. (675.46.32.) 1-2. pp.
45 Bolton 2014.40. p.
46 Costa -  Poullet 2012, 257. p.
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A másik internet specifikus jogosultság az adathordozhatósághoz való jog, mely két 
részből áll- az első, hogy az érintett másolatot szerezzen a rá vonatkozó személyes adatok­
ról tagolt széles körben használt, géppel olvasható formátumban, a második pedig, hogy 
ezeket a személyes adatokat egy másik adatkezelőnek továbbítsa/7 Ez a jog gyakorlatilag 
lehetővé teszi a különböző szolgáltatók közötti interoperábilitást. [Rendelet preambulum 
(68)1 Jó példa erre a közösségi oldalaknak az esete/8 ugyanakkor a gyakorlatban problémát 
vethet fel például a Facebook posztoknak a Twitter-re történő átkonvertálása és fordítva.
11.6. A Rendelet nyújtotta újabb eszközök a személyes adatok hatékony védelme 
érdekében
A Rendelet a hagyományos jogi védelmen túl új módszereket is bevezet, magának a tech­
nológiának az adatvédelem-baráttá tételével. Három új elv teszi ezt lehetővé: a beépített 
adatvédelem (dala protection by design), az alapértelmezett adatvédelem (dala protection by 
de fault) és az adatvédelmi hatásvizsgálat (dala protection impact assessmént).”  A beépített 
adan’édelem értelmében az adatkezelő már az adatkezelés megtervezésének fázisában is 
[ ] mind az adatkezelés módjának meghatározásakor, mind pedig az adatkezelés során
olyan megfelelő technikai és szervezési intézkedéseket -  például álnevesítést -  hajt végre, 
amelyek célja egyrészt az adatvédelmi elvek, például az adattakarékosság hatékony meg­
valósítása másrészt az e rendeletben foglalt követelmények teljesítéséhez és az érintettek 
jogainak védelméhez szükséges garanciák beépítése az adatkezelés folyamatába.” [Ren­
delet 25 cikk (1)] Ennek jelentése lényegében -  a beépített maganelet-védelem (privacy 
by design) analógiájára - , hogy az adatkezelésnek már a megtervezés fázisában beépítésre 
kerülnek az adatvédelem-barát megoldások.
Az alapértelmezett adatvédelem értelmében ,,[a]z adatkezelő megfelelő technikai és 
szervezési intézkedéseket hajt végre annak biztosítására, hogy alapértelmezés szerint kizá­
rólag olyan személyes adatok kezelésére kerüljön sor, amelyek az adott konkrét adatkezelési 
cél szempontjából szükségesek. Ez a kötelezettség vonatkozik a gyűjtött személyes ada­
tok mennyiségére, kezelésük mértékére, tárolásuk időtartamára es hozzaferhetosegükre.” 
[Rendelet 25 cikk (2)] A közösségi oldalak esetében ez azt jelenti, hogy az alapértelmezett 
adatvédelmi beállításokat privátra kell állítani: aki mégis szeretné nyilvánossá tenni a 
profilját, az megváltoztathatja a beállításokat nyilvánosra, de alapértelmezés szerint privát
b eá llítá so k a t ke ll h aszn á ln ia  az  oldalnak.
Az adatvédelmi hatásvizsgálat azt jelenti, hogy az adatkezelés megkezdése előtt érté­
kelni kell az esetleges kockázatokat. Azokban az esetekben, amikor az „[...] adatkezelés 
valamely -  különösen új technológiákat alkalmazó -  típusa - , figyelemmel annak jellegére, 4789*
47 Rendelet 20. cikk; Costa Poullet 2012,257. p.
48 De Hert Papakonstantinou 2012, 138. p.
49 Costa Poullet 2012. 259. p
De Hert - Papakonstantinou 2012, 260. p.
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hatókörére, körülményére és céljaira, valószínűsíthetően magas kockázattal jár a természetes 
személyek jogaira és szabadságaira nézve, akkor az adatkezelő az adatkezelést megelő­
zően hatásvizsgálatot végez arra vonatkozóan, hogy a tervezett adatkezelési műveletek 
a személyes adatok védelmét hogyan érintik." [Rendelet 35. cikk (1)] A hatásvizsgálat 
célja, hogy biztosítsa az adatkezelés biztonságát és bizalmasságát. Ha valószínűsíthető, 
hogy az adatkezelési műveletek magas kockázattal járnak és az adatkezelő azt nem képes 
mérsékelni, akkor konzultálnia kell a felügyeleti hatósággal az adatkezelés megkezdése 
előtt. [Rendelet preambulum (84)] Könnyebben biztosítható a magánszféra és a személyes 
adatok védelme, ha az azt fenyegető kockázatok az adatkezelés korai fázisaiban kerülnek 
figyelembe vételre.51
///. A közösségi oldalak által okozott kihívások az Európai 
Unió adatvédelmi szabályozásának tükrében
A fentiekben jól látható volt, hogy az általános adatvédelmi szabályok alkalmazása a kö­
zösségi oldalakra nem mindig problémamentes. Az alábbi fejezetben röviden áttekintem 
a közösségi oldalak kapcsán felmerülő leggyakoribb kihívásokat, melyekre még választ 
kell találni.
A probléma több aspektusból is megközelíthető, melyek közül a felhasználóra és a szol­
gáltatóra szeretnék kitérni. A felhasználók részéről megközelítve a kérdést megállapítható 
hogy míg a „hagyományos” adatvédelem arra irányul, hogy megvédje az állampolgárokat a 
jogszerűtlen vagy aránytalan, harmadik személyek -  az állam és vállalatok -  általi adatkeze­
lésektől, addig a közösségi oldalak esetében legtöbbször a felhasználó saját maga dönt úgy 
hogy közzéteszi az adott információt, méghozzá korábban soha nem látott mennyiségben 
és minőségben.52 Gondot okoz, hogy sok felhasználó nincsen tisztában a közösségi oldalak 
működésével és gyakran tévednek a közzétett tartalom privát vagy nyilvános voltát tekintve53 
illetve hogy a közösségi oldalak relatíve új jelenségnek számítanak és nem alakultak még 
ki egyértelmű társadalmi konvenciók a használatukra vonatkozóan.54 Sokszor nem elég 
tudatosak a felhasználók. Példaként említhető az ismerősként történő visszaigazolás esete
51 Europcan Commission: Comparative study on dijferent appmaches to newprivacy challenges, in particular 
in the lighl o f lechnological developments. 20 January 2010 JLS/2008/C4/011 -  30’CE’02l9363/00’28 http:// 
ec.curopa.cu/justice/policics/privacy/docs/studies/ncw_privacychallcnges/finalrcportcn.pdf(Letöltés ideje: 
2015. december 5.) 131. pár.
52 International Working Group on Data Protcction in Tclecommunications: Romé Memorandum 2008, I . p.
53 Lásd bővebben: Sprague, Róbert: Invasion o f ihe Social Networks: Blurring the Line Between Personal 
Life and the Employment Relationship. Univcrsity o f Louisvillc Law Revicw, Vol. 50. Iss. 1. (2011)15. p.; 
Kajtár-  Mestre 2016,24-25. pp.
54 Van Eecke -  Truyens 2010, 536. p.
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Egy átlag felhasználó akár több száz ismerőssel is rendelkezik,'5 az ismerősök listájára 
évek során felkerültek „barátként” a középiskolai osztály- és évfolyamtársak, az egyetemi 
csoporttársak, kollegák, gyerekkori barátok, akik közül nagy résszel valószínűleg nem maradt 
fent a kapcsolat, de (az adatvédelmi beállítások használatának hiányában) hozzáférnek az 
érintett profiljához. Sok esetben idegeneket is visszajelölnek a felhasználók, és a vissza- 
jelölés által hozzáférést engednek a profiljukhoz. Erre példa a Sophos kísérlete, melyben 
a megkeresett felhasználók 41 százaléka jelölte vissza a Facebook-on Freddy Staur-t, egy 
zöld békát, ezáltal hozzáférést biztosítva a személyes adataihoz.51’ A közösségi profilokon 
megtalálható személyes adatoknak a kezelésében több egyéb szereplő is érdekelt lehet, 
úgymint például a munkáltató, egyetemek, rendvédelmi szervek, stb.
Ez a magatartás különösen problémát okozhat, ha a felhasználó harmadik személyek 
adatait teszi közzé. Ebben az esetben a személyes adatok feletti kontroll valóban kikerül 
az érintett személy kezéből. Rosszabb esetben tudomása sincs róla, jobb esetben tudomása 
van róla, de az adott tartalom eltávolítása nem biztos, hogy azonnal megtörténik. A harma­
dik személyek vonatkozásában felmerült kérdésként, hogy adatkezelőnek tekinthetö-e a 
felhasználó, vagy pedig a háztartási kivétel kerül alkalmazásra. Habár a szabályozás célja, 
hogy az „ártalmatlan” tevékenységeket kivonja a hatálya alól, a technológiai fejlődés miatt 
át kell értékelni ezt a kivételt, hiszen manapság egy egyszerű felhasználó is rengeteg adatot 
képes kezelni, amelyeknek a nem megfelelő kezelése komoly károkhoz vezethet.5 67 Nem 
egyértelmű, hol kell meghúzni a határt az érintett és az adatkezelő között. A háztartási 
kivétel általános alkalmazása a felhasználókra nem tükrözné a szabályozás eredeti célját, 
ugyanakkor az adatkezelőt terhelő kötelezettségek teljes egészben a felhasználóra történő 
kirovása véleményem szerint szintén aránytalan lenne.
A szolgáltató felől megközelítve a kérdést egyértelmű a szerepének fontossága az oldal 
tervezése és az adatvédelmi szabályzat kapcsán, hiszen a szolgáltató az, aki megszab­
ja a szolgáltatás igénybevételének a feltételeit. Ez kiemelkedő fontosságú napjainkban, 
amikor az online identitásnak egyre nagyobb szerepe van. Alison Knight és Steve Saxby 
számba veszik az online identitásra leselkedő veszélyeket,58 melyek közül a profilalkotás 
és a viselkedésalapú hirdetések kiemelendőek. Számos felhasználó van abban a tudatban, 
hogy a közösségi oldalak ingyenesek, valójában viszont a személyes adataikkal fizetnek a 
szolgáltatás használatáért.59 Ennek a magánszféra szempontjából komoly jelentősége van,
55 Egy felhasználó átlagosan 338 baráttal rendelkezik. Forrás: Brandwatch: Marketing: 47 Facebook Statistics 
fó r 2016. May I2th 2016. https://www.brandwatch.com/blog/47-faccbook-statistics-20l6/ (Letöltés ideje: 
2017. január 7.)
56 A kísérletről lásd bővebben: Sophos: Sophos Facebook ID prube shows 41% oj users happy to reveal all to 
potential identity thieves. August 14 2007. https://www.sophos.com/cn-us/press-ofhcc/press-rclcascs/2007/08/ 
faccbook.aspx (Letöltés ideje: 2017. január 7.)
57 Van Eecke -  Truyens 2010, 539. p.
58 Lásd bővebben: Knight, Alison -  Saxby, Steve: Global challenges o f identity protection in a networked 
world. Computer Law and Sccurity Rcvicw Vol. 30. lss. 6. (2014) 617-632. pp.
59 „Ha nem fizetsz érte, akkor te magad vagy a termék. Forbcs: IfYou re Nőt Paying Fór It, You Become The 
Product. March 5,2012. http://www.forbcs.com/sitcs/markctsharc/20l2/03/05/if-yourc-not-paying-for-it-you- 
bccome-thc-product/#7c890c90b445 (Letöltés ideje: 2017. január 8.)
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különösen a mai globalizált világban, amikor az adatkezelés egy igen komplex folyamattá 
vált. Hiszen az adatkezelésben számos szereplő vesz részt (pl.: szolgáltató, alkalmazások 
üzemeltetője, tárhelyszolgáltató, stb.), akik akár a világ különféle részein találhatóak, 
miközben az adatkezelésre vonatkozó feltételek a felhasználó számára gyakran érthetetlen 
adatkezelési szabályzatokban vannak lefektetve, mely tényezők azt eredményezik, hogy a 
felhasználó nem tud kontrollt gyakorolni a személyes adatai kezelése felett.
IV. Összegzés
Összegzésképp tehát megállapítható, hogy habár az Irányelvhez képest a Rendelet nagy 
előrelépésnek tekintendő, számos kérdést megválaszolatlanul hagyott. A Rendelet az Irányelv 
alapvető logikáján nem változtatott (pl.: adatkezelő -  adatfeldolgozó -  érintett felosztása 
alapelvek, definíciók, érintetti jogosultságok), hanem főként a meglévő fogalmakat, intéz­
ményeket erősítette, pontosította. Ezzel párhuzamosan a közösségi oldalak önmagukban is 
igen komoly problémákat vetnek fel, mind a szolgáltató, mind a felhasználó felől megkö­
zelítve a kérdést. Habár a Rendelet célja reagálni az Irányelv elfogadása óta bekövetkezett 
technológiai változásokra, kérdéses ugyanakkor, hogy a közösségi oldalak vonatkozásában 
ezek a változások mennyire lesznek megvalósíthatóak a gyakorlatban. A jogszabályi változás 
önmagában még nem elég: szükség van még a szolgáltatók felelősségének a tudatosítására, 
valamint a felhasználók tudatosabb magatartásának elősegítésére. A szolgáltató részéről a 
beépített adatvédelem és az alapértelmezett adatvédelem elvének hatékonv alkalmazásával 
elkerülhetőek lennének a szükségtelen adatkezelések. Lépéseket kell tenni afelé, hogy az 
adatkezelés a gyakorlatban is átlátható legyen, illetve hogy biztosítsák, hogy a felhasználó 
valós választási lehetőséggel rendelkezzen a szolgáltatás igénybevételénél. A felhasználók 
maguk is rengeteget tehetnek a saját személyes adataik védelme érdekében. Az adatvédelmi 
beállítások használatával, az ismerősök szűrésével, valamint annak átgondolásával, hogy 
mit és kiről szeretnének közzétenni már sok adatvédelmi probléma megelőzhető
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DATA PROTECTION DIRECTIVE AND REGULATION 
-  HOW DID THE DATA PROTECTION REFORM OF 
THE EUROPEAN UNION CHANGE THE REGULATION 
APPLICABLE TO SOCIAL NETWORK SITES?
(Summary)
Nowadays in the age of informational revolution and rapid technological development the 
question of data protection is gaining growing significance. In 2016 we could witness the 
Data Protection Directive being replaced by the Data Protection Regulation in the frame 
of the European Union’s data protection reform. This reform constitutes an important step 
towards the effective protection of our data in the 21 st century. Ihe paper examines the 
main dispositions of the Directive and the Regulation focusing on the challenges posed 
by online social network sites. These sites are extremely popular, and during their use the 
individuals share personal data in a quality and quantity never seen before. The aim of 
the article is to examine the changes and improvements brought by the Regulation and to 
seek an answer to the question whether these dispositions ensure an effective protection 
against the data protection challenges posed by social network sites. In order to respond 
to this question, the article compares the most important dispositions — relevant to the 
subject of social network sites -  of the Directive and the Regulation, and then addresses 
the data protection challenges raised by these sites. As a result of the research, the article 
acknowledges that the Regulation introduced significant new developments, although several 
unanswered questions still remain.
