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  Std Centrality  Betweenness  Closeness 
Samudra  93.750  50.972  94.118 

























  Std Centrality  Upper 95% CI  Lower 95% CI 
Samudra  85.575  93.75  68.75 






























































  Std Centrality  Betweenness  Closeness 
Mohammed Atta  36.1  58.8  58.7 
Marwan Al‐Shehhi  29.5  25.2  46.6 











  Std Centrality  Upper 95% CI  Lower 95% CI 
Mohammed Atta  21.90  26.67  16.00 
Marwan Al‐Shehhi  19.21  23.94  13.70 
Hani Hanjour  14.10 18.06  9.33
 
 
Table 4 gives us the bootstrapped confidence intervals for the three most central 9/11 
hijackers.  While Marwan Al‐Shehhi cannot be determined to be significantly less central than 
Mohammed Atta, both Atta and Al‐Shehhi are significantly more central than the third most 
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central actor.  Bootstrapped confidence intervals let us see that two of these actors are clearly 
significant players in the network.   
 
Conclusion 
 
Were this analysis to be run in “real time” as new data comes in, key actors in such a 
network would likely emerge, and resources for intelligence could be diverted to the 
appropriate targets.  Had a monitoring program existed that looked at significant differences in 
the role or placement of these actors, it is possible that enough attention might have been paid 
to Atta (and others) that 9/11 might have been preventable.  While these Confidence Intervals 
do not tell us the complete story, that allow inference to be applied, and for researchers to be 
more confident in decisions.  While it is by no means certain that such network analysis, 
monitoring, and bootstrapped inference based on a network affiliated with this initial pair 
(Nawaf Alhazmi and Khalid Almihdhar) would have revealed the plot in time to disrupt it, the 
findings are suggestive that network analysis as a research tool provides promise as a 
monitoring and detection tool as well.  As noted, the use of networks to examine the personal 
relationship structures in Sunni tribes played a significant role in the capture of Saddam Hussein 
and is being implemented in tracking the development of the use of IEDs in Iraq (McFate, 2005).  
And in an earlier post‐hoc analysis of the transnational activities of Aum Shinrikyo, Picarelli 
(1998) suggests that network analysis could have revealed the increasing WMD threat that the 
cult eventually realized. 
This preliminary foray into bootstrapping networks for inference has produced rather 
promising results.  Clearly, a network may be bootstrapped to provide statistical inference 
concerning parameters of interest for individual nodes or actors.  We can indeed perform tests 
of inference on such parameters, even in the face of no known statistical tests or sampling 
distributions.  And in the case of the analyses presented here, those tests of inference affirm 
the graphic representation of the networks examined, and the post hoc analysis of these well 
known cases.  Mohammed Atta’s central role is affirmed, even if we cannot distinctly conclude 
that he is the single most central actor, we know that only one other actor is within range of 
that claim. 
Such statistical confidence is of substantial value.  If we envision the collection of the 
9/11 network as a process, much as is likely in counter‐terrorism monitoring of known 
terrorists, we speculate that the collection of the network affiliations of the actors lets the 
network structure as more data is added to the network.  With concomitant analysis based 
upon bootstrapped inference, we can see where to increase assets, and make assessments for 
interdiction.  Decisions made on network disruption that can be made with confidence – 
statistical confidence – are likely to be more credible, defensible, and accurate than those 
based on intuition and conjecture.  The bootstrap analysis of networks should prove an 
invaluable tool for the conduct of social network analysis, whether it be the specific 
examinations of suspected terrorist cells, or the testing of theoretical propositions that focus on 
the centrality of the actors being examined. 
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