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説明する．N 値 PPM信号は，1シンボル内に N 個のスロット
を持ち，ある 1 つのスロットにのみコヒーレント光が乗り，ほ
かのスロットは真空である．








































Case of  k = 4
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jÁ1i = j®i1j0i2 jÁ2i = j0i1j®i2 (1)
であり，CPPM信号は，
jÃ1(k)i = U(k)jÁ1i = j¡p1¡´(k)®i1j
p
´(k)®i2





´(k) は CPPM 暗号化回路におけるビームスプリッタの透過率
で，暗号化鍵 k によって決まる．
3.2 CPPM暗号化回路
Fig.3. CPPM encryption cirucit
数式ではユニタリ作用素を用いて PPM 信号を CPPM 信号
に暗号化するが，実際に実現する場合には，Fig.3の回路を用い
て信号を暗号化する．そしてランニング鍵に応じてビームスプ









稿では Eve は，信号数を超える出力をもつ量子測定 (SRM) を
行った後，古典的最適決定 (最尤検出)により信号を判別する受
信機 (半古典的量子受信機 [2]) を用いる．そして 4 スロットの
信号に対して，使用する鍵の個数を変化させた場合の誤り率特






と設定した．例として k = 4の時は ´(k1) = 0:25; ´(k2)



















































































さらに Eve が SRM を行った場合と量子最適測定を行った場
合を比較し，誤り率の差が最大でも約 2% であったことから





[1] H.P. Yuen, IEEE, J. Selected Topics in Quant. Electron., 15,
pp.1630-1645, (2009).
[2] 西田, 竹下, 太田, 臼田, 第 33 回情報理論とその応用シンポジウム,
pp.79-82, (2010).
[3] C. W. Helstrom, “Bayes-cost reduction algorithm in quan-
tum hypothesis testing,” IEEE Trans. Inform. Theory, IT-28,
pp.359-366, (1982).
公表論文
1) H. Yamashita, T.S. Usuda, S. Usami Proc. of ISITA2012,
pp.308-311, 2012.
