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S a n t r a u k a  
 
Straipsnyje apžvelgiama Lietuvos moksle dar netirta tema. Rizikos valdymo galimybių 
problematika seniai domina operatyvinės veiklos mokslo tyrėjus bei praktikus. Tačiau nei pats 
rizikos reiškinys, nei jo valdymo galimybės iki šiol nėra pakankamai gerai ištirti. Todėl straips-
nyje pateikiamas termino rizika vartojimas kitų mokslų bei atskirų teisės šakų kontekste.  
Pagrindžiama nuomonė, kad operatyvinės veiklos subjektų pareigūnai, atlikdami opera-
tyvinės veiklos uždavinius, veikia nuolatinės rizikos sąlygomis, kurias lėmė pačios operatyvinės 
veiklos specifika (vieša ir slapta žvalgybinio pobūdžio veikla). Atliekant operatyvinius veiksmus 
rizikos prielaidas formuoja egzistuojantys vidiniai bei išoriniai veiksniai, pasireiškiantys įvairių 
grėsmių, pavojų, konfliktų formomis. Rizikos valdymo ir kontrolės procesą įgyvendinti leidžia 
atitinkamai planuojama, organizuojama bei atliekama operatyvinių veiksmų taktika. Atkrei-
piamas dėmesys į kai kurių operatyvinių veiksmų taktikos elementų turinį, jų tobulinimo poreikį 
siekiant efektyvesnio rizikos valdymo proceso. Straipsnyje prieinama prie išvados, kad labiau-
siai tobulintini ir didžiausią reikšmę rizikos valdymo procesui atliekant operatyvinius veiksmus 
turi šie taktikos elementai: 1) operatyvinės informacijos rinkimas, jos turinio patikimumo, nau-
dingumo, informatyvumo vertinimas bei analitinė veikla; 2) operatyvinio taktinio sprendimo 
priėmimas. Daugiausia dėmesio skiriama šių operatyvinių veiksmų taktikos elementų turinio 
tyrimui. 
Straipsnyje pateikiama nuomonė, kad rizikos valdymo procesas gali būti efektyvesnis, 
jeigu atliekant operatyvinius veiksmus bus išnaudojamas netikėtumo veiksnys bei operatyvi-
nės kombinacijos. 
Pabrėžtina, kad rizikos valdymo atliekant operatyvinius veiksmus samprata formuluo-
jama ne vienam konkrečiam operatyviniam veiksmui, o visai operatyvinių subjektų taktinei 
veiklai. 
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Áþanga 
 
Nuo 9-ojo deðimtmeèio vidurio, ypaè atkûrus Lietuvos Respublikos nepriklausomybæ 
1990 m., iki ðiol nusikalstamumas sparèiai auga. Sudëtingëjanti kriminogeninë padëtis ver-
èia daugiau jëgø skirti kovai su nusikalstamumu. Nusikalstamo pasaulio atstovai neteisëtai 
veiklai plëtoti naudoja naujus nusikalstamos veikos vykdymo, maskavimo, pasiprieðinimo 
teisësaugos institucijoms bûdus bei priemones. Be to, nusikaltëliai, ypaè organizuoto nusi-
kalstamumo atstovai, yra susipaþinæ su operatyvinëje veikloje taikomais nusikaltimø tyrimo, 
atskleidimo bei prevencijos metodais ir naudojamomis priemonëmis. Todël operatyvinës 
veiklos teorijà bei praktikà bûtina papildyti naujomis operatyvinës veiklos taktikos mokslinë-
mis rekomendacijomis, atitinkanèiomis dabartiná nusikalstamumo lygá, nes operatyvinës 
veiklos subjektø, kaip vienos pagrindiniø kovos su nusikalstamumu teisësaugos institucijø 
sistemos rûðies, tradiciniø nusikalstamumui suprieðintos veiklos galimybiø nebepakanka. 
Vienas ið bûdø siekiant padidinti kovos su nusikalstamumu efektyvumà, pagerinti nu-
sikaltimø atskleidimo kokybæ bûtø mokslinis, kompleksinis rizikos valdymo galimybiø tyri-
mas atliekant operatyvinius veiksmus. Tai Lietuvoje dar netirta tema, nors kai kurie uþsienio 
mokslininkai, tyræ su operatyvine veikla susijusias problemas, apie tai raðë jau praëjusio 
ðimtmeèio septintajame deðimtmetyje. Rizikos institutas operatyvinëje veikloje svarbus tiek 
teorine, tiek praktine prasme, nes yra daug ávairiausiø sàlygø ir aplinkybiø, nulemianèiø ope-
ratyvinæ veiklà. Ðiuo metu ir operatyvinës veiklos, ir kitø teisës ðakø mokslinëje literatûroje 
nepakankamai apibrëþti teoriniai rizikos valdymo teiginiai arba jø visai nëra. Norint suprasti 
rizikos valdymà reikia tikslumo, vienovës bei kompleksinio mokslinio tyrimo. Plëtojant moks-
linius tyrimus ðia tema tikimasi sukurti operatyviniø subjektø veiklos rizikos sàlygomis teori-
nius pagrindus, taip pat nustatyti gaunamø rezultatø praktinio naudojimo sritá. Reikia pa-
brëþti, kad numatomas mokslinis tyrimas bei pati rizikos valdymo atliekant operatyvinius 
veiksmus samprata formuluojama ne vienam konkreèiam operatyviniam veiksmui, o visai 
operatyviniø subjektø taktinei–operatyvinei veiklai. 
 
 
Rizika bendràja moksline ir teisine prasme 
 
Formuojant kompleksinæ rizikos valdymo atliekant operatyvinius veiksmus sampratà 
tikslinga apþvelgti termino rizika vartojimà ir kitose srityse bei atskirose teisës ðakose. Tik 
paþástant reiðkiná, ðiuo atveju þinant rizikos turiná, galima kalbëti apie galimybes já valdyti. 
Terminas rizika vartojamas ávairiuose moksluose, taip pat ir teisës mokslø ðakose, daugelyje 
kitø socialinës veiklos srièiø. Senovës Graikijoje þodþiu rizikon buvo vadinama uola, á kurià 
galëjo suduþti laivas, þûti þmonës ir krovinys [1, p. 485]. Ðá terminà vieni pirmøjø pavartojo 
jûreiviai ir pirkliai. Ávairiose ðiuolaikinio mokslo srityse rizikos terminas aiðkinamas panaðiai. 
Pavyzdþiui, psichologijoje terminas rizika aiðkinamas keliomis reikðmëmis: 1) „veiklos situa-
cinë ypatybë – þmogus veikia neþinodamas, kokia bus veiklos baigtis (sëkminga ar nesëk-
minga)“ [2, p. 857]; 2) „tikëtinos nesëkmës ir jos neigiamø padariniø dydis“ [3, p. 259];       
3) „veiksmas (gali bûti motyvuotas arba nemotyvuotas), kurá atlikdamas þmogus gali kà nors 
prarasti (pralaimëti, gauti traumà, patirti nuostolá)“ [4, p. 344]. Rizika apibûdinama ir kaip 
„situacija, kurioje þmogus renkasi vienà ið keliø galimø veiklos variantø: nelabai patinkamà, 
bet patikimesná arba labiau patinkamà, bet maþiau patikimà, galintá turëti neigiamø padari-
niø“ [3, p. 259]. Pagal veiklos sëkmingumo ir nepasisekimo tikimybës santyká skiriamos pa-
grástoji (pateisinama) ir nepagrástoji (nepateisinama) rizika. Ekonomikoje rizika siejama su 
„verslo rizika (ang. business risk) – tai galimø nuostoliø tikimybë arba pajamø praradimas, 
palyginti su verslo plane priimtu variantu, numatanèiu racionalø iðtekliø panaudojimà“ [5, p. 
667]. Draudëjø veikloje lakoniðkai apibûdinama draudiminë rizika, tai – „tikimybë ávykti drau-
diminiam ávykiui“ [6]. Rizikos terminas daþnai vartojamas civilinëje teisëje, ypaè atskirø rûðiø 
sutartyse (pvz., lizingo, panaudos, rangos ir kitose sutartyse aptariama „daiktø atsitiktinio 
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þuvimo ar sugedimo rizika“ [7]). Darbo teisëje rizika siejama su pavojingomis darbo sàly-
gomis, t. y. „galimø pavojingø, kenksmingø veiksniø, susijusiø su darbo pobûdþiu, atitikimas 
teisës aktø nustatytiems leistiniems ribiniams dydþiams, kuriø nevirðijant darbo aplinka lai-
koma saugia ir nekenksminga“ [8]. Baudþiamojoje teisëje egzistuoja profesinės, ūkinės rizi-
kos sàvokos, kurios paaiðkinamos kaip „þala baudþiamojo ástatymo ginamiems interesams 
padaroma siekiant ekonomiðkai naudingø rezultatø ir neperþengiant pateisinamos rizikos 
ribø“ [9, p. 239]. Baudþiamosios teisës teorijoje formuluojami reikalavimai, kuriuos atitinkanti 
subjekto veikla profesinës arba ûkinës rizikos atveju laikoma teisëta ir kartu baudþiamàjà at-
sakomybæ ðalinanèia aplinkybe [10]. Tarptautiniø þodþiø þodynas pateikia kelias termino ri-
zika reikðmes. Rizika (it. risico): 1) „ryþimasis veikti, þinant, kad yra tam tikra tikimybë nepa-
siekti tikslo, arba ryþimasis nepaisyti galimø neigiamø atsitiktiniø aplinkybiø padariniø; 2) ap-
linkybës, kuriomis apsisprendimas imtis tam tikro veiksmo, priemonës arba jø nesiimti (kai 
norint bûti tikram dël padariniø, reikëtø imtis) gali nepasiekti tikslo arba nepateisinti vilèiø; 3) 
nepasisekimo tikimybë“ [11, p. 430]. 
 
Rizikos valdymo galimybë ágyvendinant operatyviniø  
veiksmø taktikà 
 
Ið pateiktø rizikos reikðmiø matyti, kad ðis reiðkinys skirtinguose moksluose bei socia-
linës veiklos srityse suprantamas panaðiai. Apibendrinus pateiktas rizikos reikðmes matyti, 
kad rizika daþniausiai susijusi su atliekamu veiksmu arba veikla, kurios rezultatas sunkiai 
nuspëjamas. Tai leidþia teigti, kad rizika, jos valdymo galimybë visuomet bus susijusi su at-
liekamø veiksmø, ðiuo atveju operatyviniø, taktika. Ðá teiginá patvirtina kai kurie rizikà opera-
tyvinëje veikloje tyræ mokslininkai. Vienas pirmøjø operatyvinës rizikos koncepcijà iðplëtojo ir 
pateikë Rusijos mokslininkas D. Grebelskis. Jis teigë, kad „operatyvinæ rizikà suponuoja bû-
tinybë atlikti operatyvinius veiksmus konkreèioje nusikaltimø tyrimo aplinkoje, nors ir egzis-
tuoja reali nepageidaujamø padariniø kilimo galimybë. Neigiamø padariniø atsiradimo gali-
mybë privalo bûti ávertinta priimant sprendimus bei pasirenkant operatyviniø veiksmø atli-
kimo taktikà. Ði aplinkybë negali bûti kliûtimi siekiant numatytø tikslø kovojant su nusikals-
tamumu“ [12, p. 58]. Kitas autorius, V. Samoilovas, pristatydamas savo nuomonæ teigë: 
„bûtinybë atlikti operatyvinius veiksmus operatyviniø subjektø pareigûnus ástumia á nuolati-
nës profesinës rizikos sàlygas, nes teigiami veiksmø rezultatai ne visada garantuoti, o parei-
gûnas negali atsisakyti priimti sprendimà dël ðiø veiksmø atlikimo“ [13, p. 130]. 
Pritariant ðiø autoriø nuomonei galima teigti, kad operatyviniø veiklos subjektø parei-
gûnai su rizika susiduria nuolat, t. y. atlikdami pirminæ þvalgybà, operatyvinio tyrimo bei jo 
uþdaviniø ágyvendinimo metu arba viso operatyvinës veiklos proceso metu. Pateikto opera-
tyvinës veiklos proceso stadijomis kyla ávairiø grësmiø, konfliktø, kuriø plëtimasis gali turëti 
átakos siekiamiems tarpiniams ir galutiniams tikslams. Nuolat egzistuoja konspiracijos, kon-
fidencialumo, atliekamø nevieðo pobûdþio veiksmø, slaptøjø bendradarbiø iððifravimo pa-
vojus ir t. t. Ðios grësmës ypaè iðryðkëja ágyvendinant operatyvinio tyrimo uþdavinius, nes 
nevieðo operatyvinio tyrimo transformavimasis á vieðà ikiteisminá tyrimà nusikaltëliams suke-
lia daug klausimø, á kuriuos jie ieðko atsakymø (pvz., kaip teisësaugos institucijos gavo in-
formacijos apie jø daromà nusikalstamà veiklà, kokie surinkti ákalèiai ir t. t.). Radæ atsakymus 
á minëtus klausimus nusikaltëliai paruoðia apsaugos ir gynybos priemones, kuriomis pasi-
naudojæ vëliau siekia iðvengti atsakomybës. 
Operatyvinës veiklos subjektø pareigûnams atliekant operatyvinës veiklos uþdavinius 
tenka veikti nuolat egzistuojanèios rizikos sàlygomis, kurios pasireiðkia ávairiø grësmiø, konf-
liktø, konfrontacijø formomis. Rizikos prielaidas (grësmes, konfliktus ir pan.) atliekant ope-
ratyvinius veiksmus suformuoja egzistuojantys iðoriniai (objektyvûs) bei vidiniai (subjekty-
vûs) veiksniai. Pavyzdþiui, ypaè didelis organizuoto nusikalstamumo atstovø aktyvumas, ko-
rupciniai ryðiai, sugebëjimas pasiprieðinti teisësaugos institucijoms ir panaðiai – tai iðoriniai 
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arba objektyvûs veiksniai (nepriklausantys nuo operatyviniø subjektø darbuotojø valios). Vi-
dinius arba subjektyvius rizikos prielaidø veiksnius nulemia tam tikros aplinkybës, pavyz-
dþiui, disponavimas neobjektyvia informacija, operatyvinio darbuotojo nesugebëjimas tei-
singai ávertinti situacijos ir priimti optimalø sprendimà, veiksmø, rezultatø numatymo bei 
diagnostikos klaidos ir panaðiai. Ðie veiksniai privalo bûti ávertinti renkant, vertinant, anali-
zuojant informacijà, kuriant operatyviniø veiksmø strategijà, taip pat priimant bei ágyvendi-
nant operatyvinius taktinius sprendimus. Paþymëtina, kad ðio straipsnio tikslas yra ne anali-
zuoti minëtus vidinius bei iðorinius veiksnius, formuojanèius rizikos prielaidas, o atskleisti ðiø 
veiksniø keliamø grësmiø (rizikos) valdymo galimybes atitinkamai planuojant, organizuojant 
ir ágyvendinant operatyviniø veiksmø taktikà.  
Norint iðsiaiðkinti rizikos valdymo galimybes atliekant operatyvinius veiksmus tikslinga 
aptarti operatyviniø veiksmø taktikos esmæ. Sprendþiant kilusius trumpalaikius arba ilgalai-
kius uþdavinius bet kokioje socialinës veiklos srityje taikomi taktiniai bûdai, metodai bei tai-
syklës. Neatsiþvelgiant á naudojimo sritá visuotinai pripaþástama taktikos samprata yra 
„veiksmø, elgesio bûdai, metodai, pasirenkami kaip tinkamiausi tikslui pasiekti“ [11, p. 480]. 
Skirtingø mokslininkø pateikiamos operatyviniø veiksmø taktikos sampratos skiriasi, 
taèiau apskritai operatyviniø veiksmø taktika gali bûti suprantama kaip „moksliniø teiginiø ir 
jø pagrindu egzistuojanèiø praktiniø rekomendacijø sistema organizuojant, planuojant ir ágy-
vendinant operatyvius veiksmus“ [13, p. 669]. Ið pateikto apibrëþimo matyti, kad operatyvi-
niø veiksmø taktikos sampratà formuoja dvi jos sudëtinës dalys, t. y. teorinë–mokslinë ir 
praktinë operatyviniø subjektø veikla. Negalima ignoruoti kai kuriø specifiniø operatyviniø 
veiksmø taktikos poþymiø, kurie iðskiria jà ið kitø taktikos rûðiø. Kadangi operatyvinë veikla 
yra þvalgybinio pobûdþio, remiasi slaptøjø dalyviø pagalba, tai vienas ið specifiniø operatyvi-
niø veiksmø taktikos poþymiø bûtø slaptumas, konspiratyvumas. Kitas specifinis operatyvi-
niø veiksmø taktikos poþymis yra tai, kad ji naudojama tik operatyvinës veiklos objektø at-
þvilgiu ir jà naudoti gali tik operatyvinës veiklos subjektai [14]. Pateiktas operatyviniø 
veiksmø taktikos apibrëþimas leidþia iðskirti jos elementus: 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Operatyvinių veiksmų taktikos elementai: 
Operatyvinės taktinės situacijos pažinimas ir įvertinimas, uždavinių, kuriuos 
reikia išspręsti, numatymas (visos įmanomos informacijos apie tiriamą objektą 
surinkimas, jos turinio patikimumo, naudingumo, informatyvumo įvertinimas bei 
turimų duomenų analizė). 
Operatyvinio taktinio sprendimo numatytiems uždaviniams įgyvendinti priėmi-
mas (sprendimo variantų, t. y. alternatyvų paruošimas, galimų neigiamų pa-
darinių bei priemonių joms pašalinti arba sumažinti nustatymas, optimalaus 
sprendimo parinkimas). 
Priimto sprendimo įgyvendinimas (konkretūs operatyviniai veiksmai, darantys 
poveikį esamai operatyvinei taktinei situacijai, skirti išspręsti numatytus užda-
vinius). 
Įgyvendinto sprendimo efektyvumo, pasirinkto varianto teisingumo įvertinimas 
(padarytų klaidų, taip pat teigiamos profesinės patirties įvertinimas, atitinkamų 
išvadų darymas). 
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Reikia atkreipti dëmesá á tai, kad visi operatyviniø veiksmø taktikos elementai logiðkai 
susijæ ir nuosekliai iðplaukia vienas ið kito, o rizika egzistuoja visø iðvardytø operatyviniø 
veiksmø taktikos elementø ágyvendinimo etapuose, t. y. nuolat. Paþymëtina, kad pagrindiniai 
operatyviniø veiksmø taktikos teoriniai bei praktiniai teiginiai jau suformuluoti, taèiau kai ku-
riø taktikos elementø turinys tobulintinas. Todël daugiau dëmesio skirsime dviem pirmie-
siems operatyviniø veiksmø taktikos elementams ir su jais susijusiems rizikos valdymo pro-
cesams, nes kiti elementai, jø ágyvendinimo sëkmë daþniausiai priklausys nuo dviejø pir-
møjø.  
Rizikos valdymo procesas atliekant operatyvinius veiksmus pirmiausia priklauso nuo 
galimybës gauti reikiamà informacijà apie tiriamà objektà, taip pat nuo galimybës priimti tei-
singus sprendimus bei tiksliai juos ágyvendinti. Operatyvinës veiklos subjektø pareigûnai, 
kovodami su nusikalstamumu bei tirdami konkreèius nusikaltimus, kiekvienu atveju nueina 
sudëtingà paþinimo kelià nuo visiðkos neþinomybës (pvz., padarytas nusikaltimas, taèiau 
neþinomi já padaræ asmenys; yra informacijos apie veikianèià nusikaltëliø grupuotæ, bet neþi-
nomi jø padaryti ir daromi nusikaltimai) iki visø nusikaltimo faktø bei su jais susijusiø aplin-
kybiø atskleidimo. Ið ðio pavyzdþio matyti, kad tokiomis sàlygomis daþniausiai egzistuoja 
operatyvinës informacijos trûkumas. Dël ðios aplinkybës tolesniuose operatyvinës veiklos 
proceso etapuose gali kilti neigiamø nepageidaujamø padariniø. Todël operatyvinë informa-
cija, informacinis operatyviniø subjektø aprûpinimas bei jos vertinimas vaidina svarbiausià 
vaidmená priimant taktinius sprendimus. Nuo operatyvinës informacijos kokybës, patiki-
mumo, laikotarpio, per kurá ji patenka operatyviniø subjektø dispozicijon, taip pat jos patikri-
nimo operatyvumo priklauso priimamø sprendimø efektyvumas, átaka rezultatams. Bûtina 
pabrëþti, kad Lietuvos Respublikos ástatymai praktiðkai nereglamentuoja, nekelia iðankstiniø 
reikalavimø operatyvinës veiklos procese gaunamai informacijai, jos kokybei, ðaltiniams (ið-
skyrus atvejus, kai „áslaptinta operatyvinë informacija ástatymø nustatyta tvarka gali bûti ið-
slaptinama ir panaudojama baudþiamajame procese“ [14]). Dar vienas specifinis operatyvi-
nës informacijos poþymis yra tai, kad ji gali bûti gaunama ið vieðø bei slaptø ðaltiniø. Efekty-
vinti darbà su operatyvine informacija ir kartu valdyti rizikà atliekant operatyvinius veiksmus 
visø pirma galima atitinkamai organizuojant operatyviniø subjektø pareigûnø analitinæ veiklà. 
Analitinë veikla pradedama nuo informacijos rinkimo etapo, kuris apima ið anksto apgalvotø 
vieðo bei slapto pobûdþio veiksmø kompleksà. Ðiais veiksmais turi bûti siekiama rasti domi-
nanèià, taip pat jau turimus duomenis papildanèià informacijà. Iðanalizavus operatyviniø 
subjektø pareigûnø praktinæ patirtá reikia konstatuoti paradoksalø reiðkiná – gaunamos ope-
ratyvinës informacijos srautas labai didelis, taèiau labai maþai informacijos, kurià pagal jos 
turiná galima panaudoti konkreèioje nusikaltimø tyrimo aplinkoje. Èia áþvelgiamas minëtos 
informacijos paieðkos, rinkimo, kaupimo ir jos praktinio panaudojimo galimybiø atotrûkis. 
Todël labai svarbus kitas – duomenų įvertinimo etapas. Èia svarbu nustatyti surinktø duo-
menø naudingumà, iðstudijuoti informacijos turiná, nustatyti jos tikrumà, informatyvumà, in-
formacijos ðaltinio patikimumà, poreiká naudoti informacijà arba jos panaudojimo perspek-
tyvà. Ðiame etape svarbu, kad kiekvienas gautas naujas praneðimas, slapto dalyvio prane-
ðimas, þinios apie tiriamà objektà teiktø informacijà. Jeigu atliekant operatyvinius veiksmus 
susiduriama su taktinës situacijos neaiðkumo, neapibrëþtumo elementais, o gavus naujos 
informacijos galima susidaryti iðsamesnæ nuomonæ apie susiklosèiusià taktinæ situacijà, ga-
lima teigti, kad praneðime buvo informacijos, ir prieðingai, jeigu gautas naujas praneðimas 
nesumaþina taktinës situacijos neaiðkumo lygio, galima daryti iðvadà, kad jo turinyje infor-
macijos nebuvo. Todël bet koks praneðimas operatyvine prasme vertingas bus tik tuomet, 
„jei jame esanèiø duomenø pagrindu galima bent keliais procentais sumaþinti taktinës situa-
cijos neaiðkumà ir padidinti „duomenø bagaþà“ apie tiriamà objektà“ [15, p. 23]. Kadangi 
operatyvinei informacijai bûdinga neigiama savybë – vadinamasis „informacinis triukðmas“, 
ðiame etape atsiranda operatyvinës informacijos patikrinimo poreikis, teisingo ávertinimo 
problema arba tiesos tikimybës rizika, kurios nustatymas turi didelæ átakà rizikos valdymo 
procesui. Ðià rizikà galima paskaièiuoti pasitelkus þvalgybinës informacijos analizei taikomà 
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matematiná tikimybës metodà. Ðis metodas taikomas karinëje þvalgyboje, taèiau, mûsø 
nuomone, jis galëtø rasti savo vietà ir operatyvinës veiklos subjektø vykdomoje kriminalinëje 
þvalgybinëje veikloje. Analitinëje þvalgyboje egzistuoja reitingo sistema, kurioje taikomi in-
formacijos patikimumo reikalavimai nuo „visiðkai patikima“ (A) iki „nepatikima“ (E) ir infor-
macijos tikslumas nuo „patvirtintø kitais ðaltiniais“ (1) iki „negalimø“ (5). Tiesos tikimybæ 
tuomet galima iðreikðti tokia matrica: 
 
Informacijos patikimumas Informacijos 
tikslumas A 
0,9 
B 
0,7 
C 
0,5 
D 
0,3 
E 
0,1 
1   0,9 0,81 0,63 0,45 0,27 0,09 
2   0,7 0,63 0,49 0,35 0,21 0,07 
3   0,5 0,45 0,35 0,25 0,15 0,05 
4   0,3 0,27 0,21 0,15 0,09 0,03 
5   0,1 0,09 0,07 0,05 0,03 0,01 
 
 1. Patvirtinta kitø ðaltiniø    A. Visiðkai patikima 
 2. Tikriausiai teisinga     B. Daþniausiai patikima 
 3. Galbût teisinga     C. Maþai patikima 
 4. Abejotina, kad teisinga    D. Daþniausiai nepatikima 
 5. Neátikëtina      E. Nepatikima 
 
 
Tikimybë nustato galimybæ, kad atskirø duomenø teisingumas kis nuo 0 (visiðkai klai-
dingi) iki 1 (visiðkai teisingi). Analitikas nurodo subjektyvius þvalgybinës informacijos kriteri-
jus, kaip parodyta lentelëje. Tai bus kriterijai „visiðkai patikimi“ duomenys (A), koeficientas 
0,9, ir „nepatikimi“duomenys, (E) koeficientas 0,1. Be to, analitikas galëtø suteikti duome-
nims „patvirtintà kitø ðaltiniø“ kriterijø (1) (koeficientas 0,9, ir kriterijø „negalimi“ duomenys, 
(5) koeficientà 0,1. Tuomet galima pamatyti informacijos (pagal ðià pateiktà schemà) sub-
jektyvià tiesos tikimybæ, pavyzdþiui, informacijos B1 tiesos tikimybë – 0,63, arba 63 proc., ir 
panaðiai. Vertinant operatyvinæ informacijà galima tikëtis, kad duomenys teisingi, jeigu tà 
paèià informacijà patvirtins bent du skirtingi, vienas su kitu jokiais ryðiais nesusijæ informa-
cijos ðaltiniai, taip pat jeigu bus maksimaliai taikomi ávairûs informacijos rinkimo metodai, 
operatyvinës technikos priemonës. Kuo ilgesná laikà informacijos tiekëjas (neðëjas) teikë 
naudingà, teisingà, patikimà operatyvinæ informacijà, tuo maþiau reikëtø abejoti jos tikrumu, 
bet patikrinti ir ávertinti reikia. Trečias analitinės veiklos etapas – tai turimø duomenø prieði-
nimas arba sulyginimas siekiant integruoti (susisteminti) visà turimà informacijà apie tiriamà 
ávyká. Paskutinis analitinės veiklos etapas (kai kurie autoriai siûlo „intelektualinës þvalgybos“ 
[16, p. 502] sàvokà) pasireikðtø logine atskirø, anksèiau jokiais ryðiais nepasiþymëjusiø in-
formacijos blokø arba atskirø duomenø sinteze á vientisà, tikslingà ir kryptingà sistemà.  
Rizikos valdymo procesui atliekant operatyvinius veiksmus didelæ átakà turi kitas ope-
ratyviniø veiksmø taktikos elementas – operatyvinio taktinio sprendimo numatytiems uþdavi-
niams ágyvendinti priëmimas (sprendimo variantø, t. y. alternatyvø paruoðimas, galimø nei-
giamø padariniø bei priemoniø joms paðalinti arba sumaþinti nustatymas, optimalaus spren-
dimo parinkimas). Sprendimas suprantamas kaip „bet koks pasirinkimas“ [17, p. 6]. Paþy-
mëtina, kad taktinëse operatyvinëse situacijose, kuriose operatyviniø subjektø darbuotojai 
neturi sprendimo pasirinkimo laisvës, negalima diskutuoti apie rizikos valdymà, nes ðiuo at-
veju egzistuoja neiðvengiamo vienintelio sprendimo bei su juo susijusiø padariniø galimybë. 
Bet kokioje operatyvinëje taktinëje situacijoje operatyvinio subjekto darbuotojas suintere-
suotas gauti teigiamà rezultatà. Ðiam tikslui pasiekti jis analizuoja susiklosèiusià operatyvinæ 
taktinæ situacijà, vertina turimà operatyvinæ informacijà, ja remdamasis modeliuoja ir kuria 
veiksmø strategijà, kuri turëtø atitikti susiklosèiusià operatyvinæ situacijà. Operatyvinio sub-
jekto pareigûnas, atsiþvelgdamas á turimà bei naujai gaunamà informacijà, privalo priimti 
vienoká arba kitoká operatyviná taktiná sprendimà iðkeltiems uþdaviniams iðspræsti. Priimant 
sprendimà pagrindiniai uþdaviniai bûtø pasirinkti kiek ámanoma maþiausiai su rizika susiju-
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sià, optimalià veiksmø taktikà, atitinkanèià susiklosèiusià operatyvinæ situacijà, numatyti ga-
limus tokio sprendimo neigiamus padarinius bei priemones ðiems padariniams paðalinti 
arba sumaþinti. Teorijoje formuluojami bendri sprendimø priëmimo procesui keliami reikala-
vimai: 1) sprendimas turi bûti teisëtas; 2) priimtas laiku; 3) realiai ávykdomas ir pagrástas. Be 
ðiø reikalavimø, reikëtø laikytis operatyvinio taktinio sprendimo priëmimo proceso etapø, 
nuo kuriø ágyvendinimo nuoseklumo priklausys galimybës valdyti rizikà. Rekomenduojami 
ðie operatyvinio taktinio sprendimo priëmimo proceso etapai: 
1) sprendimo priëmimo iniciatyva; 
2) problemos supratimas; 
3) uþdaviniø këlimas; 
4) turimos informacijos analizavimas; 
5) palyginimas su panaðiomis situacijomis; 
6) alternatyvø iðkëlimas ir numatymas; 
7) trûkstamos informacijos rinkimas; 
8) galimø padariniø numatymas bei vertinimas (ir teigiamo, ir neigiamo pobûdþio); 
9) priemoniø neigiamiems padariniams paðalinti (rizikai valdyti) arba sumaþinti 
numatymas; 
10) optimalaus varianto iðrinkimas; 
11) sprendimo priëmimas. 
Iðvardyti operatyvinio taktinio sprendimo priëmimo etapai gali bûti jungiami á didesnes 
grupes. Pavyzdþiui, 8 ir 9 etapai gali bûti pavadinti „veiksmø rizikai sumaþinti modeliavimas“ 
[18, p. 77]. Operatyviniø subjektø darbuotojai praktikai daþnai daro klaidø, nes nepakanka-
mai dëmesio skiria sprendimø priëmimo procesui, priima juos skubotai, neávertina visos in-
formacijos ir t. t. Ágyvendinant operatyvinius veiksmus sprendimà rekomenduojama priimti 
ne anksèiau, nei tai daryti priverèia susiklosèiusios aplinkybës. Sprendimai priimami atsi-
þvelgiant á turimà informacijà, o informacija turi savybæ keistis arba pasenti, tad ir ankstyvas, 
ir pavëluotas sprendimas vienodai þalingas. Nuo sprendimo priëmimo iki konkreèiø operaty-
viniø veiksmø atlikimo pradþios daþniausiai praeina tam tikras laiko tarpas, per kurá informa-
cija, kuria remiantis buvo priimtas sprendimas, gali pasikeisti, pasenti, t. y. neatspindëti tik-
rosios situacijos. Ekspertø nustatyta, kad operatyvinë taktinë informacija per dienà praranda 
maþdaug 10 proc. savo vertës. Ilgalaikio strateginio pobûdþio operatyvinë informacija 10 
proc. savo vertës praranda per mënesá. Informacijos vertë gali sumaþëti ir dël staiga pasi-
keitusios operatyvinës situacijos, atsiradusiø naujø reikðmingø aplinkybiø. Minëtos aplinky-
bës gali sukelti neigiamø, nepageidaujamø padariniø, taip pat tikimybæ nukrypti nuo pasi-
rinkto tikslo (nukrypimo tikimybë gali bûti tiek teigiamo, tiek neigiamo pobûdþio). Rizikos 
valdymo procesas bus efektyvesnis, jeigu bus pasirenkami optimalûs sprendimai. Teorijoje 
optimalus sprendimas toks, „kuris yra geriausias pasirinktø rodikliø ir kriterijø atþvilgiu“ [17, 
p. 7]. Pagrindiniai optimalø operatyviná taktiná sprendimà apibûdinantys poþymiai yra ðie: 
1) reikiamas rezultatas pasiekiamas minimaliomis priemonëmis, metodais, bûdais; 
2) reikiamas rezultatas pasiekiamas per maksimaliai trumpà laikà; 
3) geriausias ið visø galimø sprendimø nors ir nepagerina, taèiau ir nesugadina esa-
mos situacijos. 
Operatyviniai taktiniai sprendimai, kuriems bûdingi iðvardyti poþymiai, gali bûti vadi-
nami optimaliais. Pasirinktas optimalus sprendimas – tai galimybë veikti racionaliai, aktyviai 
daryti poveiká egzistuojanèioms grësmëms, taip pat galimybë bet kokià keblià, sudëtingà, 
realià operatyvinæ taktinæ situacijà kiek ámanoma priartinti prie pageidaujamos, t. y. pasitel-
kus operatyviniø veiksmø taktikà valdyti rizikà. 
Siekiant efektyviau valdyti rizikà ágyvendinant operatyvinius veiksmus rekomenduo-
jama iðnaudoti netikëtumo veiksná bei kitas galimybes: 
1) netikëtai keisti atliekamus operatyvinius veiksmus (pvz., nusikaltëliai tikisi vienokio 
veiksmo ir tam ruoðiasi, taèiau jø atþvilgiu atliekamas toks veiksmas, kokio jie nesi-
tikëjo); 
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2) netikëtai keisti operatyviniø veiksmø atlikimo tempus juos aktyvinant arba lëtinant 
(pvz., Japonijos slaptøjø tarnybø sekliai, atlikdami operatyviná sekimà, ið pradþiø 
sekimo objektui leidþia suprasti, kad jis sekamas. Objektas, pastebëjæs, kad yra se-
kamas, pradeda elgtis atsargiai, nustoja daryti nusikalstamus veiksmus, taèiau tuo 
metu jis nesekamas. Vëliau, kai objektas jauèiasi esàs saugus, pradedamas tikrasis 
jo sekimas); 
3) iðnaudoti operatyviniø kombinacijø teikiamas galimybes (kai susiklosèiusios natûra-
lios nusikaltimø tyrimo sàlygos nepalankios operatyvinës veiklos uþdaviniams pasi-
ekti, jos gali bûti pakeistos, dirbtinai sukuriamos papildomos aplinkybës, apsunki-
nanèios nusikaltëliø veiksmus, leidþianèios jiems elgtis neatsargiai, daryti klaidas). 
Pateiktas bendro pobûdþio rekomendacijas praktiðkai naudoti ámanoma visapusiðkai 
iðtyrus ir ávertinus esamà operatyvinæ taktinæ situacijà, taip pat tiriamøjø arba jø grupiø as-
menines bei grupines ypatybes. 
Taigi rizikos valdymo galimybës gali bûti realizuojamos atitinkamai planuojant, organi-
zuojant bei ágyvendinant operatyviniø veiksmø taktikà. Tai grësmiø ir pavojø nustatymo, ana-
lizavimo ir vertinimo procesas. Rizikos valdymas atliekant operatyvinius veiksmus turëtø bûti 
nepasyvus nusiteikimas rizikuoti arba nerizikuoti, o metodø ir priemoniø visuma aktyviai 
veikti ateitá minimaliai nukrypstant nuo laukiamø rezultatø. Svarbu, kad ðis procesas bûtø 
taikomas bet kokiai operatyvinei taktinei situacijai, kai egzistuoja nepageidaujamø arba ne-
lauktø padariniø kilimo grësmë.  
 
Iðvados 
 
Rizika yra specifinë operatyviniø subjektø pareigûnø veiklos sàlyga, egzistuojanti visø 
operatyviniø veiksmø taktikos elementø ágyvendinimo etapuose, taip pat viso operatyvinës 
veiklos proceso metu. 
Rizikos valdymo procesas ágyvendinant operatyviniø veiksmø taktikà tiesiogiai pri-
klauso nuo galimybës surinkti visà ámanomà informacijà apie tiriamà objektà, ávertinti jos tu-
rinio patikimumà, naudingumà, informatyvumà, taip pat nuo atitinkamai organizuojamø bei 
ágyvendinamø analitinës veiklos etapø. Informacinëje–analitinëje operatyviniø subjektø pa-
reigûnø veikloje rizikos valdymo procesui tobulinti rekomenduojama naudoti þvalgybinës 
informacijos analizei taikomà matematiná tiesos tikimybës nustatymo metodà.  
Atliekant operatyvinius veiksmus rizikos valdymo galimybës gali bûti realizuojamos to-
bulinant operatyviniø taktiniø sprendimø parengimo, priëmimo ir ágyvendinimo proceso eta-
pus, jø laikantis bei atitinkamai juos organizuojant. 
Rizikos valdymo procesas gali bûti efektyvesnis, jei atliekant operatyvinius veiksmus 
bus iðnaudojamas netikëtumo veiksnys bei operatyvinës kombinacijos. 
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SUMMARY 
 
The theme that was not studied in Lithuania is surveyed in the article. The problems of 
possibilities to control the risk are interesting for a long time to researchers and practices of 
surveillance activity. However, neither the phenomena of a risk nor possibilities of controling it up to 
here are not investigated enough. That is why the usage of term “risk“ in the context of the other 
sciences and different law branches is presented in the article. 
There is the opinion substantiated that the officials of subjects of surveillance activity while 
realizing their tasks always work in the conditions of a risk that always exsist and that are coused of 
the specificity of surveillance activity as itself (that is public and secret activity of secret-service 
character). The exsisting interior and exterior factors reveal themselves in the forms of different 
threats, and dangers and conflicts form presumption of risk while fulfilling the surveillance actions. It 
is possible to realize the process of rulling and controlling the risk only planning, organizing and 
carrying out the tactics of surveillance actions. The attention is paid to the subject of several elements 
of tactics of surveillance actions, the need to improve them in order to achieve the process of a risk 
control more effective. In the article the conclusion is drawn that the most improvable elements of the 
tactics that have the largest importance in the process of risk control while carrying out surveillance 
actions are following: 1) the collecting of surveillance information, the evaluation of reliability, 
usefulness and informativity of its content and analytical activity; 2) making of surveillance tactical 
decision. So the most attention is given to the content of tactical elements of surveillance actions. 
The opinion that the process of risk control can be more effective if the factor of 
unexpectedness and surveillance combinations will be used carrying out surveillance actions is 
presented in the article. 
It should be noted that the conception of risk control carrying out surveillance actions is 
formulated not for a single surveillance action but for the whole tactical activity of surveillance 
subjects. 
