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Akhda Rizal Adninsyah , 5116500020, Tindak Pidana Cyber Crime Dalam Kasus 
Pencemaran Nama Baik Walikota Tegal, Pembimbing Siswanto, S.H., M.H. dan 
Dr. Achmad Irwan Hamzani, S.HI., M.Ag. 
 
Adanya kombinasi mengenai masalah pelanggaran dalam dunia maya 
dengan dampak yang ditimbulkan di dunia nyata seperti kasus pencemaran nama 
baik Walikota Tegal. Untuk itulah arti penting mengenai perumusan Pasal dalam 
Undang-Undang Informasi dan Transaksi Elektronik tentang pencemaran nama 
baik. 
Penelitian ini bertujuan: (1) Untuk mendeskripsikan bagaimana pengaturan 
tindak pidana pecemaran nama baik dalam hukum positif di Indonesia (2) Untuk 
mendeskripsikan Pasal 45 ayat (1) jucto Pasal 27 ayat (3) Undang-Undang ITE 
terhadap kasus pencemaran nama baik Walikota Tegal. 
Peneliti melakukan penelitian dengan menggunakan metode pendekatan 
yuridis normatif karena mengkaji peraturan perUndang-Undangan. Adapun 
metode pengumpulan data dengan cara studi kepustakaan seperti membaca, 
menganalisa dan mengutip dari buku-buku literatur. Penelitian menggunakan 
sumber data sekunder yang berhubungan dengan judul dan pokok permasalahan. 
Metode analisis data yang digunakan dalam penelitian ini adalah analisis kualitatif 
Manfaat penelitian ini diharapkan memberikan informasi dan pengetahuan 
kepada masyarakat, mahasiswa, akademisi, praktisi, dan semua pihak yang 
membutuhkan dalam upaya mempelajari hukum positif yang berlaku di Indonesia 
dalam tindak pidana Cyber Crime 
Berdasarkan hasil penelitian ini diharapkan akan menjadi bahan informasi 
dan masukan bagi mahasiswa, akademisi, praktisi, dan semua pihak yang 
membutuhkan di lingkungan Fakultas Hukum Universitas Pancasakti Tegal. 
 






Akhda Rizal Adninsyah, 5116500020, Crime of Cyber Crime in the Case 
of Defamation of the Mayor of Tegal, Advisor Siswanto, S.H., M.H. and  
Dr. Achmad Irwan Hamzani, S.HI., M.Ag. 
 
There is a combination of the problem of violations in cyberspace with the 
impact in the real world such as the case of defamation of the Mayor of Tegal. For 
this reason, the important meaning of the formulation of articles in the Law on 
Electronic Information and Transactions concerning defamation. 
This study aims: (1) To describe how the regulation of criminal 
defamation in positive law in Indonesia (2) To describe Article 45 paragraph (1) 
jucto Article 27 paragraph (3) of the ITE Law on the case of defamation of the 
Mayor of Tegal . 
Researchers conducted research using a normative juridical approach 
because they studied statutory regulations. The data collection method by means 
of literature study such as reading, analyzing and quoting from literature books. 
This study uses secondary data sources related to the title and subject matter. The 
data analysis method used in this research is qualitative analysis 
The benefits of this research are expected to provide information and knowledge 
to the public, students, academics, practitioners, and all parties in need in an effort 
to study the positive law that applies in Indonesia in cyber crime. 
Based on the results of this study, it is hoped that it will become material 
for information and input for students, academics, practitioners, and all those in 
need in the Faculty of Law, Pancasakti University of Tegal. 
 
Keywords: Cyber Crime, ITE Law. 
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BAB I  
PENDAHULUAN 
 
A. Latar Belakang 
Tindak pidana pencemaran nama baik yang diatur dalam Undang-
Undang Nomor 19 Tahun 2016 tentang Perubahan Atas Undang-Undang 
Nomor 11 Tahun 2008 tentang Informasi dan Transaksi Elektronik telah 
banyak menjerat korban. Salah satu contohnya di Kota Tegal, dua anggota 
LSM ditangkap dan ditetapkan sebagai tersangka oleh Unit Cyber Crime 
Direktorat Reserse Kriminal Khusus (Ditreskrimsus) Polda Jateng. 
Keduanya harus berurusan dengan pihak kepolisian karena postingannya di 
jejaring sosial Facebook. Mereka ditangkap karena mencemarkan nama baik 
Wali Kota Tegal, Siti Masitha1.  
Menurut Oemar Seno Adji, pencemaran nama baik dikenal dengan 
istilah penghinaan2. Banyak media dan sarana yang bisa digunakan untuk 
melakukan penghinaan di media sosial atau pencemaran nama baik salah 
satunya menggunakan media elektronik. Perbuatan dengan sengaja 
mendistribusikan informasi melalui media elektronik yang memiliki muatan 
penghinaan atau pencemaran nama baik, hal ini diatur dalam Pasal 27 ayat 
(3) Undang-Undang Nomor 19 Tahun 2016 tentang Perubahan Atas 
                                                   
1 A Prianggoro, “Kritik Walikota Tegal di Facebook, Agus Ditangkap Polisi”, 
https://jateng.tribunnews.com/2014/10/10/kritik-walikota-tegal-di-facebook-agus-ditangkap-polisi. 





Undang-Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi 
Elektronik. 
Dalam kronologi kasus pencemaran nama baik Walikota Tegal, bahwa 
pada bulan Februari 2014 sampai dengan bulan September 2014 Terdakwa I 
dengan Terdakwa II membuat postingan di media sosial facebook. 
Postingan tersebut berupa status (tulisan atau gambar), percakapan atau 
saling berkomentar antara Terdakwa I dengan Terdakwa II.  Dimana 
postingan Terdakwa I dengan Terdakwa II tersebut dapat diakses (dilihat) 
oleh umum (pengguna media sosial facebook yang lain) walupun pengguna 
fecebook tersebut tidak berteman dengan akun milik Terdakwa I dengan 
Terdakwa II. Postingan tersebut berisi penghinaan dan/atau pencemaran 
nama baik terhadap Hj. Siti Masitha Soeparno selaku Walikota Tegal. 
Adapun postingan tersebut dapat dilihat atau di akses dalam 
https://www.facebook.com/agus.slamet.370?fref=ts. 
Perlu disadari bahwa dalam hal ini, Negara melalui Undang-Undang 
Dasar Tahun 1945 pada Pasal 28E ayat (3) menyatakan bahwa “setiap orang 
berhak atas kebebasan berserikat, berkumpul, dan mengeluarkan pendapat”. 
Frasa tersebut  dapat memiliki makna; setiap Negara menjamin atas 
kebebasan berorganisasi,  berserikat,  berkumpul dan kebebasan berekspresi, 
menyatakan pikiran, pendapat dan sikap sesuai dengan hati nuraninya. 
Dalam Undang-Undang Nomor 39 Tahun 1999 tentang Hak Asasi Manusia,  
pada Pasal 23 ayat (2) dikatakan bahwa “setiap orang bebas mempunyai, 





lisan atau tulisan melalui media cetak maupun media cetak eletronik dengan 
memperhatikan nilai-nilai agama, kesusilaan, ketertiban, kepentingan 
umum, dan keutuhan bangsa”. 
Kebebasan dalam bependapat, berekspresi dan mengemukakan 
pendapat di depan umum baik secara lisan maupun tulisan dan atau melalui 
media elektronik seringkali disalah artikan. Kebebasan berpendapat yang 
disalah gunakan salah gunakan berdampak pada pelanggaran  hak privasi 
orang lain yang pada hakikatnya menimbulkan perbuatan yang merugikan 
orang lain berupa penghinaan dan atau pencemaran nama baik. Hal ini 
merupakan dampak negatif  perkembangan teknologi, yaitu adanya 
pelanggaran - pelanggaran  yang ditimbulkan akibat penyalahgunaan 
teknologi oleh perbuatan-perbuatan yang dikategorisasikan tindak pidana 
konvensional yang dilakukan melalui media elektronik yang menjadi salah 
satu bagian dari Cybercrime  atau kejahatan dunia maya. 
Negara sudah mengatur tentang Informasi dan Transasi elektronik 
melalui Undang-Undang Nomor 19 Tahun 2016, sehingga untuk 
menyampaikan pendapat melalui media internet diatur dalam Undang-
Undang ini. Seperti yang sudah dijelaskan bahwa kebebasan berpendapat 
yang disalah artikan menjadi salah satu bagian Cybercrime. Sehingga 
pergerakannya selalu dinamis dengan adanya perbedaan dan macam tipe 
atau bentuk-bentuk konten yang beragam. Karenanya masyarakat modern 
saat ini sudah sangat menggantungkan hidup serta aktifitas keseharianya 





secara mudah. Maka kaum-kaum fanatis yang beraliran ekstrim tidak 
ketinggalan untuk melakukan suatu terobosan baru di dunia maya dalam 
rangka untuk menghina, merendahkan, menjatuhkan orang lain  atau 
“Cybercrime” yang mana sasarannya untuk diinformasikan kepada 
masyarakat luas. Hal ini terbukti sangat efektif dan cepat, mengingat seluruh 
penjuru Indonesia sekarang hampir sudah terjangkau dengan perangkat 
internet, dan berbagai media sosial yang selama 24 jam tiada hentinya 
memberikan kabar berita. Para pelaku ini menggunakan perangkat 
elektronik sebagai sarana untuk melakukan tindak pidana dalam dunia 
maya.3 
Tindak pidana merupakan suatu bentuk perilaku menyimpang yang 
selalu ada dan melekat pada setiap bentuk masyarakat,  dalam arti bahwa 
tindak pidana akan selalu ada seperti penyakit dan kematian yang selalu 
berulang. Hukum  pidana yang di anggap sebagai alat atau sarana bagi 
penyelesaian terhadap problematika ini diharapkan mampu memberikan 
solusi yang tepat. Karenanya dalam pembangunan hukum positif dan hukum 
pidana pada khususnya, perlu ditingkatkan serta mengupayakan secara 
terarah dan terpadau. Untuk itu, antara kodifikasi dan unifikasi bidang-
bidang hukum tertentu serta penyusunan perUndang-Undangan baru yang 
                                                   
3 Fani Indriani, “Tinjauan Yuridis Pencemaran Nama Baik Melalui Media Sosial 
Berdasarkan Pasal 27 Ayat (3) Undang- Undang Nomor 11 Tahun 2008 Tentang Informasi Dan 
Transaksi Elektronik Dikaitkan Dengan Kebebasan Berpendapat”, JOM Fakultas Hukum , Vol III, 





sangat dibutuhkan akan menjawab semua tantangan akibat meningkatnya 
kejahatan serta perkembangan tindak pidana.4 
Diperlukan adanya suatu formulasi pasal mengenai bentuk kejahatan 
ini melalui politik hukum pidana. Politik hukum adalah aktivitas untuk 
menentukan suatu pilihan mengenai tujuan dan cara-cara yang hendak 
dipakai untuk mencapai tujuan hukum dalam masyarakat5. Politik hukum 
sebagai kegiatan-kegiatan memilih nilai-nilai dan menerapkan nilai-nilai6. 
Artinya politik hukum pidana adalah tindakan memilih nilai-nilai dan 
menerapkan nilai-nilai tersebut didalam kenyataan untuk mencegah 
terjadinya delikuensi dan kejahatan. Mengenai tindak pidana ini, artinya ada 
kombinasi mengenai masalah pelanggaran dalam dunia maya dengan 
dampak yang ditimbulkan di dunia nyata, untuk itulah arti penting mengenai 
perumusan pasal dalam Undang-Undang Informasi dan Transaksi 
Elektronik tentang pencemaran nama baik.  
Berdasarkan uraian singkat diatas penulis perlu melakukan penelitian 
terhadap hukum yang mengatur tindak pidana ITE terhadap kejahatan 
pencemaran nama baik. Sehingga diharapkan dapat memberikan 
pengetahuan bagi masyarakat Indonesia terhadap implementasi Undang-
Undang ITE terhadap tindak pidana Cybercrime, yang disingkat dalam 
                                                   
4 Anak Agung Putu Wiwik Sugiantari, ”Perkembangan Hukum Indonesia Dalam 
Menciptakan Unifikasi dan Kodifikasi Hukum”, Jurnal Advokasi Vol. 5 No.2, September 2015, 
hlm. 109.  
5 Satjipto Raharjo, Ilmu Hukum, Bandung: PT Citra Aditya Bakti, Cet. Ke-7, 2012, hlm. 
398. 





sebuah karya ilmiah Skripsi berjudul “Tindak Pidana Cyber Crime Dalam 
Kasus Pencemaran Nama Baik Wali Kota Tegal”. 
 
B. Rumusan Masalah 
Berdasarkan latar belakang diatas, maka penulis dapat merumuskan 
masalah sebagai berikut : 
1. Bagaimana pengaturan tindak pidana pencemaran nama baik dalam 
hukum positif di Indonesia? 
2. Bagaimana implementasi Undang-Undang ITE terhadap kasus 
pencemaran nama baik Walikota Tegal? 
 
C. Tujuan Penelitian 
Sesuai dengan pokok pembahasan, tujuan dari penelitian ini adalah : 
1. Untuk mendeskripsikan bagaimana pengaturan tindak pidana 
pencemaran nama baik dalam  hukum positif di Indonesia. 
2. Untuk mendeskripsikan Undang-Undang ITE terhadap kasus 
pencemaran nama baik Walikota Tegal. 
 
D. Manfaat Penelitian  
Adapun manfaat dari penelitian ini adalah : 
1. Memberikan informasi dan pengetahuan kepada masyarakat dalam 
upaya mempelajari hukum positif yang berlaku di Indonesia dalam 





2. Penulisan ini diharapkan dapat mengetahui sejauh mana implementasi  
dari penerapan Undang-Undang Nomor 19 Tahun 2016 tentang 
Perubahan Atas Undang-Undang Nomor 11 Tahun 2008 tentang 
Informasi dan Transaksi  Elektronik yang digunakan dalam tindak 
pidana Cybercrime terhadap kejahatan pencemaran nama baik yang 
dilakukan melalui media sosial.  
 
E. Tinjauan Pustaka  
Penelitian dengan tema cyber crime sudah banyak dilakukan oleh 
peneliti lain. Untuk menggambarkan posisi penelitian ini dihadapan 
penelitian yang sudah ada, berikut peneliti ilustrasikan:  
1. Timbul Mangaratua Simbolon, Program Magister Ilmu Hukum 
Fakultas Hukum UNISSULA Semarang dengan judul “Kebijakan 
Hukum Pidana Terhadap Tindak Pidana Penghinaan Atau Pencemaran 
Nama Baik Melalui Internet Di Indonesia Sebagai Cybercrime”. 
Penelitian tersebut membahas tentang penegakan hukum Undang-
Undang Nomor 11 Tahun 2008 Tentang Informasi dan Transaksi 
Elektronik yang berkaitan dengan penggunaan media sosial  di 
Indonesia dalam pelaksanaannya tidak efektif bahkan sangt buruk. Hal 
ini dikarenakan masih banyak ,asyarakat pengguna media sosial di 
Indonesia yang melakukan perbuatan melawan Hukum di media sosial 
akibat keterbatasan pengetahuan tentang Undang- Undang ITE. Selain 





umumnya sangat rendah sehingga hal ini yang menyebabkan aturan 
Hukum mengenai penggunaan media sosial tidak efektif.7 
2. Suhartanto dengan judul “Pertanggungjawaban Pidana Terhadap 
Tindak Pidana Pencemaran Nama Baik Melalui Media Internet Dalam 
Undang – Undang Nomor 19 Tahun 2019”. Jurnal ini mebahas 
tentang Undang- Undang Informasi dan Transaksi Elektronik (ITE) 
yang baru. Mengatur sejumlah ketentuan terkait hak pelapor, 
kewajiban polisi hingga objek perkara . salah satunya terkait ancaman 
pidana pasal pencemaran nama baik yang turun dari 6 (enam) tahun 
menjadi 4 (empat) tahun penjara dan atau denda sebesar 750.000,00- 
(tujuh ratus lima puluh ribu rupiah). Pertanggungjawaban ini 
dibedakan sesuai dengan unsur pidana yang telah ditinjau dari segi 
syarat- syarat pertanggungjawaban pidana. Sehingga pelaku tindak 
pidana pencemaran nama baik dapat mempertanggungjawabkan 
perbuatannya seperti yang telah diputuskan di pengadilan8.  
3. Fairus Rhamdhatul Muthia dan Ridwan Arifin  Fakultas Hukum 
Universitas Negri Semarang dengan judul “Kajian Hukum Pidana 
Kasus Kejahatan Mayantara (Cybercrime) Dalam Perkara Pencemaran 
Nama Baik Di Indonesia”. Jurnal ini membahas tentang pencemaran 
nama baik merupakan suatu tindak kejahatan dunia maya atau 
                                                   
7 Timbul Mangaratua Simbolon, et al., “ Kebijakan Hukum Pidana Terhadap Tindak 
Pidana Penghinaan Atau Pencemaran Nama Baik Melalui Internet Di Indonesia Sebagai 
Cybercrime”, dalam Jurnal Daulat Hukum , Vol.1 . No. 1, Maret, 2018. 
8 Suhartanto, ”Pertanggungjawaban Pidana Terhadap Tindak Pidana Pencemaran Nama 
Baik Melalui Media Internet Dalam Undang – Undang Nomor 19 Tahun 2016”, dalam Jurnal Pro 






cybercrime yang diatur pada Kitab Undang- Undang Hukum Pidana 
Pasal 310 sampai dengan 321 dan juga diatur dalam Pasal 27 ayat (3) 
Undang-Undang Nomor 11 Tahun 2008. Pencemaran nama baik 
merupakan suatu kaidah penyebaran informasi yang tidak benar 
adanya dan biasanya berupa fitnah terhadap seseorang yang 
berdampak buruk bagi orang tersebut. Korban pencemaran nama baik 
dan orang yang melakukan pencemaran nama baik dapat di 
penjarakan dan membayar denda. Pencemaran nama baik merupakan 
delik aduan karena hanya bisa dikatakan pencemaran nama baik 
apabila korban melapor kepada pihak berwenang. Pencemaran nama 
baik merupakan kejahatan dunia maya yang cukup banyak ditangani 
pada tiap tahunnya. Biasanya orang yang melakukan pencemaran 
nama baik melakukannya dengan sengaja agar membuat reputasi 
korban menurun dimata umum. Pencemaran nama baik dilakukan baik 
secara lisan maupun tulisan9. 
4. Nur Soleh Fakultas Hukum Universitas Pancasakti Tegal dengan judul 
“Analisis Tindak Pidana Pencemaran Nama Baik Terhadap Presiden 
Melalui Media Sosial (Putusan Nomor : 
354/PID.SUS/2016/PN.JAKSEL)”. Skripsi ini membahas tentang 
pencemaran nama baik merupakan tindak pidana dalam dunia maya 
yang diatur pada Kitab Undang-Undang Hukum Pidana Pasal 310 
sampai dengan Pasal 321 dan juga Pasal 27 ayat (1) Juncto Pasal 45 
                                                   
9 Fairuz Rhamdhatul Muthia dan Ridwan Arifin, “ Kajian Hukum Pidana Padas Kasus 
Kejahatan Mayantara (Cybercrime) Dalam Perkara Pencemaran Nama Baik Di Indonesia”, dalam 





ayat (1) Undang-Undang Nomor 11 Tahun 2008 Tentang Informasi 
dan Transaksi Elektronik. Adanya sebuah permasalahan di dalam 
penggunaan media sosial yang menyebabkan terjadinya perkara 
pidana, seperti pencemaran nama baik terhadap Presiden di media 
sosial. Perkembangan teknologi yang semakin pesat sudah mulai 
dirasakan oleh manusia. Khususnya masyarakat Indonesia, banyak 
sekali masyarakat sudah menikmati dan aktif dalam penggunaan 
media sosial. Tetapi ada yang miris dari penggunaan media sosial itu 
sendiri, banyak yang menggunakan untuk menyebar informasi palsu 
atau biasa disebut Hoax. Postingan berupa kata-kata, gambar atau 
video yang bertujuan untuk menebar kebencian terhadap rekan, 
pemerintah bahkan sampai Kepala Negara yang saat-saat ini sedang 
hangat-hangatnya diperbincangkan di media social10. 
Perbedaan dalam penelitian dari penulis dengan penelitian sebelunya 
adalah perbedaan variabel dan objek penelitian. Yang dijadikan pengamatan 
penulis adalah perkara tindak pidana pencemaran nama baik menggunakan 
teknologi internet atau cybrcrime. Penelitian menggunakan  menggunakan 
jenis penelitian kepustakaan untuk mendeskripsikan Pasal 45 ayat (1) juncto 
Pasal 27 ayat (3) Undang-Undang ITE terhadap kasus pencemaran nama 
baik Walikota Tegal dalam Putusan Nomor : 37/Pid.Sus/2014/PN Tgl yang 
kemudian dianalisa menggunakan metode kualitatif. 
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F. Metode Penelitian 
1. Jenis Penelitian 
Jenis penelitian yang digunakan dalam penelitian ini adalah penelitian 
kepustakaan (library risert). Penelitian kepustakaan (library risert) 
yaitu data yang diperoleh melalui penelitian kepustakaan yang 
bersumber dari peraturan perundang – undangan, buku – buku, 
dokumen resmi, publikasi, dan hasil penelitian. Penelitian ini 
termasuk penelitian kepustakaan karena data yang digunakan lebih 
banyak menggunakan data sekunder berupa dokumen – dokumen 
hukum.  
2. Pendekatan Penelitian 
Pendekatan masalah merupakan proses pemecahan atau penyelesaian 
masalah melalui tahap tahap yang telah ditentukan11. Pendekatan 
masalah yang digunakan dalam penelitian ini adalah yurudis normatif. 
Pendekatan yuridis normatif adalah pendekatan melalui studi 
kepustakaan (library research) dengan cara membaca, mengutip dan 
menganalisis teori teori hukum dan peraturan perundang- undangan 
yang berhubungan dengan permasalahan dalam penelitian12. 
3. Jenis dan Sumber Data 
Sumber dan jenis data yang digunakan dalam penelitian ini adalah 
data sekunder. Data sekunder adalah data yang diperoleh peneliti 
melalui pihak lain atau dari sumber yang sudah ada. Data sekunder 
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biasanya berupa data dokumentasi atau data laporan yang telah 
tersedia. Contoh data sekunder misalnya dokumen hukum, publikasi 
berita, media informasi, laporan lembaga hukum, koran13. 
4. Metode Pengumpulan Data 
Metode pengumpulan data yang digunakan dalam penelitian ini adalah 
Studi Kepustakaan. Studi kepustakaan adalah prosedur yang dilakukan 
dengan serangkaian kegiatan seperti membaca, menelaah dan 
mengutip dari buku-buku literatur serta melakukan pengkajian 
terhadap ketentuan peraturan perUndang-Undangan terkait dengan 
permasalahan.  
5. Metode Analisis Data 
Metode analisis yang digunakan dalam penelitian ini adalah analisis 
kualitatif. Menurut Soerjono Soekanto Analisis data kualitatif adalah 
suatu analisis yang menghasilkan data deskriptif analitis, yaitu apa 
yang dinyatakan oleh responden secara tertulis atau lisan dan juga 
perilaku yang nyata, yang diteliti dipelajari sebagai sesuatu yang 
utuh14ini lebih menekankan analisisnya pada proses penyimpulan 
deduktif dan induktif serta analisis terhadap dinamika hubungan 
antara fenomena yang diamati, dengan logika ilmiah. Dan 
menekankan pada usaha menjawab pertanyaan penelitian melalui 
cara-cara berfikir formal dan argumentatif. 
 
                                                   
13 Soerjono Soekanto, Op. Cit., hlm. 12 





G. Rencana Sistematika Penulisan  
Dalam penelitian yang berjudul “Tindak Pidana Cybercrime Dalam 
Kasus Pencemaran Nama Baik Walikota Tegal”, akan dibuat sistematika 
penulisan dengan disusun dalam keempat bab yang saling berkaitan, 
keempat bab tersebut sebagai berikut : 
Bab I Pendahuluan, bab ini memuat latar belakang permasalahan, rumusan 
masalah, tujuan penelitian, manfaat penelitian, tinjauan pustaka, 
metode penelitian yang terdiri dari jenis penelitian, pendekatan 
penelitian, sumber data, metode pengumpulan data, metode analisis 
data, dan dilanjutkan dengan sistematika penulisan.  
Bab II Tinjauan Konseptual, bab ini memuat landasan teori yang 
berhubungan dengan permasalahan yang diangkat dengan 
memperhatikan variabel penelitian yang termuat dalam judul.  
Bab III Hasil Penelitian dan Pembahasan, bab ini memuat uraian data hasil 
penelitian yang telah diolah, dianalisis dan ditafsirkan, serta 
pembahasan yang menjawab permasalah skripsi ini.  
Bab IV Penutup, bab ini memuat kristalisasi semua yang telah dibahas 
sebelumnya dan menjawab rumusan masalah yang didalamnya 
berisikan kesimpulan dan saran dari semua hasil yang telah dicapai 












A. Pengeretian Tindak Pidana Dan Jenis Tindak Pidana  
1. Pengertian Tindak Pidana  
Tindak pidana merupakan suatu bentuk perilaku menyimpang 
yang selalu ada dan melekat pada setiap bentuk masyarakat, dalam arti 
bahwa tindak pidana akan akan selalu ada seperti penyakit dan 
kematian yang selalu berulang. Sedangkan istilah tindak pidana 
merupakan terjemahan dari “strafbaar feit” artinya perbuatan yang 
dilarang oleh suatu aturan hukum larangan dengan mana disertai 
ancaman (sanksi) yang berupa pidana tertentu, bagi siapa yang 
melanggar larangan tersebut. Dalam Kitab Undang-Undang Hukum 
Pidana tidak terdapat penjelasan mengenai apa sebenarnya yang 
dimaksud dengan strafbaar feit itu sendiri.  
Penyebutan tindak pidana biasa diartikan dengan delik, yang 
berasal dari bahasa latin yaitu delictum. Dalam Kamus Besar Bahasa 
Indonesia pengertian delik ialah sebagai berikut : “Delik adalah 
perbuatan yang dapat dikenakan hukuman karena merupakan 
pelanggaran terhadap Undang-Undang tindak pidana”15. Pengertian 
tindak pidana adalah tindakan yang tidak hanya dirumuskan oleh  
                                                   






KUHAP16. Istilah tindak pidana sebagai terjemahan dari strafbaar feit 
menunjukan pengertian gerak-gerik tingkah laku seseorang. Moeljatno 
menggunakan istilah perbuatan pidana, yaitu : “perbuatn yang 
dilarang oleh suatu aturan hukum, larangan mana disertai ancaman 
sanksi yang berupa pidana tertentu, bagi barang siapa larangan 
tersebut”17.  
Pengertian perbuatan ternyata yang dimaksudkan bukan hanya 
berbentuk positif, artinya melakukan sesuatu atau berbuat sesuatu 
yang dilarang, dan berbentuk negatif, artinya tidak berbuat sesuatu 
yang diharuskan. Perbuatan yang dapat dikenakan pidana dibagi 
menjadi dua yaitu :  
a. Perbuatan yang dilarang oleh Undang-Undang. 
b. Orang-orang yang melanggar larangan itu18.  
Berikut ini beberapa unsur-unsur tindak pidana adalah sebagai 
berikut : 
a. Unsur Objektif  
Unsur yang terdapat di luar si pelaku. Unsur-unsur yang ada 
hubungannya dengan keadaan di mana tindakan-tindakan si 
pelaku itu harus dilakukan, yang terdiri dari : 
1) Sifat melanggar hukum. 
2) Kualitas dari si pelaku. 
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3) Kausalitas yaitu hubungan antara suatu tindakan sebagai 
penyebab dengan suatu kenyataan sebagai akibat. 
b. Unsur Subjektif  
Unsur yang terdapat atau melekat pada diri si pelaku, atau yang 
di hubungkan dengan diri si pelaku dan termasuk di dalamnya 
segala sesuatu yang terkandung di dalam hatinya. Unsur ini 
terdiri dari :  
1) Kesengajaan atau ketidaksengajaan (dolus atau culpa). 
2) Maksud pada suatu percobaan, seperti di tentukan dalam 
Pasal 53 ayat 1 KUHP.  
3) Macam-macam maksud seperti terdapat dalam kejahatan, 
pencurian, penipuan, pemerasan, dan sebagainya. 
4) Merencanakan terlebih dahulu seperti tercantum dalam 
Pasal 340 KUHP, yaitu pembunuhan yang direncanakan 
terlebih dahulu. 
5) Perasan takut seperti terdapat di dalam Pasal 308 KUHP19. 
Berdasarkan beberapa pengertian di atas, dapat diketahui tindak 
pidana adalah perbuatan melakukan atau tidak melakukan sesuatu 
yang memiliki unsur kesalahan sebagai perbuatan yang dilarang dan 
diancam dengan pidana, dimana penjatuhan pidana terhadap pelaku 
adalah demi terpeliharanya tertib hukum dan terjaminnya kepentingan 
umum. 
                                                   





2. Jenis Tindak Pidana  
Menurut Moeljatno, jenis-jenis tindak pidana dibedakan atas 
dasar-dasar tertentu, atara lain sebagai berikut20 : 
a. Menurut Kitab Undang-Undang Pidana (KUHP) dibedakan 
antara lain kejahatan yang dimuat dalam Buku II dan 
Pelanggaran yang dimuat dalam Buku III. Pembagian tindak 
pidana menjadi “kejahatan” dan “pelanggaran” itu bukan hanya 
merupakan dasar bagi pembagian KUHP kita menjadi Buku ke 
II dan Buku ke III melainkan juga merupakan dasar bagi seluruh 
sistem hukum pidana di dalam PerUndang-Undangan secara 
keseluruhan. 
b. Cara merumuskannya, dibedakan dalam tindak pidana formil 
(Foormeel Delicten) dan tindak pidana materil (Materiil 
Delicten). Tindak pidana formil adalah tindak pidana yang 
dirumuskan bahwa larangan yang dirumuskan itu adalah adalah 
melakukan perbuatan tertentu. Misalnya Pasal 351 KUHP yaitu 
tentang penganiayaan. Tindak pidana materil inti larangannya 
adalah pada menimbulkan akibat yang dilarang, karena itu siapa 
yang menimbulkan akibat yang dilarang itulah yang 
dipertanggung jawabkan dan dipidana. 
c. Dilihat dari bentuk kesalahan, tindak pidana dibedakan menjadi 
tindak pidana sengaja (dolus delicten) dan tindak pidana tidak 
                                                   





sengaja (culpose delicten). Contoh tindak pidana kesengajaan 
(dolus) yang diatur di dalam KUHP antara lain sebagai berikut : 
Pasal 310 KUHP (penghinaan) yaitu sengaja menyerang 
kehormatan atau nama baik seseorang, Pasal 322 KUHP 
(membuka rahasia) yaitu dengan sengaja membuka rahasia yang 
wajib disimpannya karena jabatan atau pencariannya. Pada delik 
kelalaian (culpa) orang juga dapat dipidana jika ada kesalahan, 
misalnya Pasal 360 Ayat 2 KUHP yang menyebabkan orang lain 
luka-luka. 
d. Berdasarkan macam perbuatannya, tindak pidana aktif (positif), 
perbuatan aktif juga disebut perbuatan materil adalah perbuatan 
untuk mewujudkannya diisyaratkan dengan adanya gerakan 
tubuh orang yang berbuat, misalnya pencurian (Pasal 362 
KUHP) dan penipuan (Pasal 378 KUHP). Tindak pidana 
dibedakan menjadi dua yaitu : 
1. Tindak pidana murni adalah tindak pidana yang 
dirumuskan secara formil atau tindak pidana yang pada 
dasarnya unsur perbuatannya berupa perbuatan pasif, 
misalnya diatur dalam Pasal 224, 304 dan 552 KUHP. 
2. Tindak pidana tidak murni adalah tindak pidana yang pada 
dasarnya berupa tindak pidana positif, tetapi dapat 
dilakukan secara tidak aktif atau tindak pidana yang 





berbuat, misalnya diatur dalam Pasal 338 KUHP, ibu tidak 
menyusui bayinya sehingga bayi tersebut meninggal.  
Berdasarkan hal tersebut di atas, dapat diketahui bahwa jenis-
jenis tindak pidana terdiri dari tindak pidana kejahatan dan tindak 
pidana pelanggaran, tindak pidana formil dan tindak pidana materil, 
tindak pidana sengaja dan tindak pidana tidak sengaja serta tindak 
pidana aktif dan tindak pidana pasif.  
Klasifikasi tindak pidana menurut sistem KUHP dibagi menjadi 
dua bagian, kejahatan (minsdrijven)yang diatur dalam Buku II 
KUHPdan pelanggaran (overtredigen) yang diatur dalam Buku III 
KUHP. Pembagian perbedaan kejahatan dan pelanggran didasarkan 
atas perbedaan prinsip, yaitu :  
a. Kejahatan (rechtsdelict), artinya perbuatan-perbuatan yang 
bertentangan dengan keadilan. Pertentangan ini terlepas 
perbuatan itu diancam pidana dalam suatu PerUndang-
Undangan atau tidak. Jadi, perbuatan itu benar-benar dirasakan 
masyarakat sebagai bertentangan dengan keadilan. 
b. Pelanggaran (wetsdelict), artinya perbuatan-perbuatan yang 
didasari oleh masyarakat sebagai suatu tindak pidana karena 
Undang-Undang menyebutkan sebagai delik21. 
Dalam sistem Hukum  Pidana yang di anggap sebagai alat atau 
sarana bagi penyelesaian terhadap problematika yang terjadi pada 
                                                   





masyarakat ini diharapkan mampu memberikan solusi yang tepat. 
Karenanya dalam pembangunan hukum positif dan hukum pidana 
pada khususnya, perlu ditingkatkan serta mengupayakan secara 
terarah dan terpadau. Untuk itu, antara kodifikasi dan unifikasi 
bidang-bidang hukum tertentu serta penyusunan perUndang-
Undangan baru yang sangat dibutuhkan akan menjawab semua 
tantangan akibat meningkatnya kejahatan serta perkembangan tindak 
pidana22. 
 
B. Pencemaran Nama Baik  
Belum ada definisi hukum yang ada di Indonesia dengan seragam 
menyebut tentang apa yang disebut pencemaran nama baik. Dalam kamus 
bahasa Indonesia, yang di maksud hinaan dapat diartikan sebagai nistaan, 
cercaan dan caci-makian. Sedangkan penghinaan yaitu proses, perbuatan, 
cara menistakan. Adapun arti Menghina yaitu memandang rendah, 
merendahkan, memburkan nama baik orang lain, mencemarkan nama baik 
orang lain, memaki-maki. Jadi, kamus Bahasa Indonesia memberikan 
penekanan bahwa pencemaran nama baik lebih hanya pada person/pribadi 
seseorang. 
Dalam hal tindakan pencemaran nama baik yang dilakukan dalam 
media elekteronik ini, akan lebih tepatnya menggambarkan jenis pidana 
yang diatur dalam Undang-Undang Informasi dan Transaksi Elektronik (UU 
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ITE). Sekalipun pencemaran nama baik juga berada dalam lingkup tindak 
pidana tentang penghinaan, yang di atur dalam Kitab Undang-Undang 
Hukum Pidana (KUHP). Secara umum pencemaran nama baik merujuk 
pada tujuan dan maksud untuk mencemarkan nama baik seseorang yang di 
serangnya atau orang yang dikenai  dengan perbuatan itu.  
Bentuk Pencemaran Nama Baik:  
Pencemaran nama baik terdiri dari dua macam, yaitu pencemaran 
nama baik secara lisan dan pencemaran nama baik secara tulisan.  
a. Pencemaran nama baik secara lisan 
Perlu diketahui bahwa pencemaran nama baik dapat dilakukan secara 
lisan, sebagai mana yang diatur dalam Pasal 310 ayat (1) KUHP.  
Pasal 310 ayat (1) KUHP 
“Barangsiapa sengaja menyerang kehormatan atau nama baik 
seorang, dengan menuduh suatu hal, yang dimaksudnya terang 
supaya hal itu diketahui umum, diancam karena pencemaran, dengan 
pidana penjara paling lama Sembilan bulan atau denda paling 
banyak tiga ratus rupiah”. 
Dalam hal pencemaran nama baik yang dilakukan secara lisan sebagai 
mana terdapat dalam Pasal 310 ayat (1) KUHP, agar dapat dipidana 
maka pencemaran nama baik tersebut harus dilakukan dengan cara 
menuduh seseorang telah melakukan perbuatan yang tertentu dengan 
maksud tuduhan itu akan tersiar (diketahui orang banyak). Oleh sebab 





berbentuk surat diperlukan dalam membuktikan pencemaran nama 
baik  secara lisan. Dengan kata lain bahwa perbuatan tersebut 
dilakukan di depan orang banyak. 
b. Pencemaran nama baik secara tulisan 
Sementara itu dalam pencemaran nama baik yang dilakukan dengan 
cara tulisan, sebagai mana yang diatur dalam Pasal 310 ayat (2) 
KUHP. 
Pasal 310 ayat (2) KUHP 
“Jika hal itu dilakukan dengan tulisan atau gambaran yang disiarkan, 
dipertunjukkan atau ditempelkan di muka umum, maka yang bersalah, 
karena pencemaran tertulis, diancam pidana penjara paling lama 
satu tahun empat bulan atau denda paling banyak tiga ratus rupiah.” 
Pencemaran nama baik/penghinaan (belediging) menjadi tindak 
pidana jika ada pengaduan dari korban langsung (delik aduan). Maka 
diperlukan pengaduan terlebih dahulu dari orang atau korban yang 
nama baiknya tercemar (pengadu). Pelaku tersebut dapat dijadilkan 
tersangka setelah penyidik menetapkannya berdasarkan paling sedikit 
dua alat bukti yang sah dan didukung barang bukti. 
Menurut Oemar Seno Adji, pencemaran nama baik dikenal dengan 
istilah penghinaan.23 Banyak media dan sarana yang bisa digunakan 
untuk melakukan penghinaan di media sosial atau pencemaran nama 
baik salah satunya menggunakan media elektronik. Perbuatan dengan 
                                                   





sengaja mendistribusikan informasi melalui media elektronik yang 
memiliki muatan penghinaan atau pencemaran nama baik, hal ini 
diatur dalam Pasal 27 ayat (3) Undang-Undang Nomor 19 Tahun 2016 
tentang Perubahan Atas Undang-Undang Nomor 11 tahun 2008 
tentang Informasi dan Transaksi Elektronik.  
Pasal 27 ayat (3) 
“Setiap Orang dengan sengaja dan tanpa hak mendistribusikan 
dan/atau mentransmisikan dan/atau membuat dapat diaksesnya 
Informasi Elektronik dan/atau Dokumen Elektronik yang memiliki 
muatan penghinaan dan/atau pencemaran nama baik”.  
Diperlukan adanya suatu formulasi pasal mengenai bentuk kejahatan 
ini melalui politik hukum pidana. Politik hukum adalah aktivitas untuk 
menentukan suatu pilihan mengenai tujuan dan cara-cara yang hendak 
dipakai untuk mencapai tujuan hukum dalam masyarakat (Satjipto 
Rahardjo).24 Politik hukum sebagai kegiatan-kegiatan memilih nilai-
nilai dan menerapkan nilai-nilai (Purnadi Purbacaraka dan Soerjono 
Soekanto).25 Artinya politik hukum pidana adalah tindakan memilih 
nilai-nilai dan menerapkan nilai-nilai tersebut didalam kenyataan 
untuk mencegah terjadinya delikuensi dan kejahatan. Mengenai tindak 
pidana ini, artinya ada kombinasi mengenai masalah pelanggaran 
dalam dunia maya dengan dampak yang ditimbulkan di dunia nyata, 
untuk itulah arti penting mengenai perumusan Pasal dalam Undang-
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Undang Informasi dan Transaksi Elektronik tentang pencemaran nama 
baik. 
 
C. Kebebasan Berpendapat 
Demokrasi merupakan pandangan hidup yang mengutamakan 
persamaan hak dan kewajiban serta perlakuan yang sama bagi semua warga 
negara. Demokrasi secara luas mampu diterima dibandingkan dengan 
system lain, sebagian besar negara di dunia telah menganut dan 
melaksanakan praktik demokrasi. Menurut Aristoteles, suatu negara bisa 
dikatakan baik jika diarahkan pada kepentingan umum, untuk semua 
individu rakyatnya, sedangkan jika diarahkan ke penguasa ia dikategorikan 
buruk. Landasan suatu negara yang menganut sistem demokratis adalah 
kebebasan.  
 
1. Teori Kebebasan  
Kebebasan berati setiap orang dapat melakukan segala sesuatu 
menurut kehendak hatinya dan tentu saja dengan bijaksana. Prinsip 
umum keadilan yang mendasari dan menerangkan berbagai keputusan 
moral yang sungguh-sungguh dipertimbangkan dalam keadaan-
keadaan khusus. Kebebasan merupakan salah satu hak dasar dari 
semua individu. Setiap manusia berhak atas posisinya sebagai 
individu yang memiliki hak-hak dasarnya seperti bertindak, berpikir 





yang membatasi kebebasan itu, yaitu kebebasan orang lain. Hal ini 
nantinya harus membuat manusia bertoleransi terhadap hak-hak dari 
individu lain.  
Sebagai makhluk yang rasional, manusia diharapkan bertindak 
untuk mencapai kebebasannya demi menegakkan prinsip keadilan. Ini 
ditujukan terutama untuk mencapai kebaikan semua orang. Setiap 
manusia akan lahir sesuai dengan takdirnya sendiri dan, berada dalam 
posisi struktur sosial tertentu dan negara memegang tanggung jawab 
utama. Meskipun terlihat sulit, negara harus menggunakan 
kewenangannya untuk melindungi kebebasan bagi semua warga 
negaranya.  
 
2. Kebebasan Berpendapat  
Kebebasan berpendapat di muka umum merupakan salah satu 
bagian dari Hak Asasi Manusia (HAM). Kemerdekaan setiap warga 
negara untuk menyampaikan pendapat di muka umum merupakan 
perwujudan demokrasi dalam tatanan kehidupan bermasyarakat, 
berbangsa dan bernegara. Hak Asasi Manusia adalah hak-hak dasar 
atau yang dibawa sejak lahir, sebagai anugrah dari Tuhan. Pada 
hakikatnya Hak Asasi Manusia terdiri atas dua hak dasar yang paling 







3. Kebebasan Berpendapat Dalam Hukum Indonesia  
Perlu disadari bahwa dalam hal ini, Negara melalui Undang-
Undang Dasar 1945 pada Pasal 28E ayat (3) menyatakan bahwa 
“setiap orang berhak atas kebebasan berserikat, berkumpul, dan 
mengeluarkan pendapat”. Frasa tersebut  dapat memiliki makna; 
setiap Negara menjamin atas kebebasan berorganisasi,  berserikat,  
berkumpul dan kebebasan berekspresi, menyatakan pikiran, pendapat 
dan sikap sesuai dengan hati nuraninya. Dalam Undang-Undang 
Nomor 39 Tahun 1999 tentang Hak Asasi Manusia,  pada Pasal 23 
ayat (2) dikatakan bahwa “setiap orang bebas mempunyai, 
mengeluarkan dan menyebarluaskan pendapat sesuai hati nuraninya, 
secara lisan atau tulisan melalui media cetak maupun media cetak 
eletronik dengan memperhatikan nilai-nilai agama, kesusilaan, 
ketertiban, kepentingan umum, dan keutuhan bangsa”. 
Kebebasan dalam bependapat, berekspresi dan mengemukakan 
pendapat di depan umum baik secara lisan maupun tulisan dan atau 
melalui media elektronik seringkali disalah artikan. Kebebasan 
berpendapat yang disalah gunakan salah gunakan berdampak pada 
pelanggaran  hak privasi orang lain yang pada hakikatnya 
menimbulkan perbuatan yang merugikan orang lain berupa 
penghinaan dan atau pencemaran nama baik. Hal ini merupakan 
dampak negatif  perkembangan teknologi, yaitu adanya pelanggaran-





perbuatan-perbuatan yang dikategorisasikan tindak pidana 
konvensional yang dilakukan melalui media elektronik yang menjadi 
salah satu bagian dari cybercrime  atau kejahatan dunia maya. 
 
D. Pengertian Dan Bentuk Tindak Pidana Cybercrime  
1. Pengertian Tindak Pidana Cybercrime  
Teknologi telekomunikasi telah membawa manusia kepada 
suatu peradaban baru dengan struktur social Pengertian beserta tata 
nilainya. Artinya, masyarakat berkembang menuju masyarakat baru 
yang berstruktur global. System tata nilai dalam suatu masyarakat 
berubah, dari yang bersifat local-partikular menjadi global universal. 
Hal ini pada akhirnya akan membawa dampak pada pergeseran nilai, 
norma, moral, dan kesusilaan26. Dampak pergeseran tersebut 
ditemukannya perkembangan dan kemajuan ilmu pengetahuan dan 
teknologi, terjadilah konvergensi antara keduanya.  
Kemajuan teknologi yang merupakan hasil budaya manusia di 
samping membawa dampak positif, dalam arti dapat 
diperdayagunakan untuk kepentingan umat manusia juga membawa  
dampak negatif terhadap perkembangan manusia dan peradabannya. 
Dampak negatif yang dimaksud adalah yang berkaitan dengan dunia 
kejahatan. J. E Sahetapy telah menyatakan dalam tulisannya, bahwa 
kejahatan erat kaitannya dan bahkan menjadi sebagian dari hasil 
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budaya itu sendiri.  Ini berati semakin tinggi tingkat budaya dan 
semakin modern suatu bangsa, maka semakin modern pula kejahatan 
itu dalam bentuk, sifat dan cara pelaksanaannya27.  
Perkembangan teknologoi komputer, teknologi informasi, dan 
teknologi komunikasi juga menyebabkan munculnya tindak pidana 
baru yang memiliki karakteristik yang berbeda dengan tindak pidana 
konvensional. Penyalahgunaan komputer sebagai salah satu dampak 
dari ketiga perkembangan teknologi tersebut itu tidak terlepas dari 
sifatnya yang khas sehingga membawa persoalan yang rumit 
dipecahkan berkenaan dengan masalah penanggulangannya 
(penyelidikan, penyidikan hingga dengan penuntutan)28. Salah satu 
kejahatan  yang ditimbulkan oleh perkembangan dan kemajuan 
teknologi informasi atau telekomunikasi adalah kejahatan yang 
berkaitan dengan aplikasi internet. Kejahatan ini dalam istilah asing 
sering disebut dengan cybercrime.  
Cybercrime merupakan bentuk kejahatan yang relatif baru 
apabila dibandingkan dengan bentuk-bentuk kejahatan lain yang 
sifatnya konvensional (street crime). Cybercrime muncul bersamaan 
dengan lahirnya revolusi teknologi informasi. Sebagaimana 
dikemukakan oleh Ronni R. Nitibaskara bahwa : “Interaksi sosial 
yang meminimalisir kehadiran secara fisik, merupakan ciri lain 
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revolusi teknologi informasi. Dengan interaksi semacam ini, 
penyimpanggan hubungan sosial yang berupa kejahatan (crime) akan 
menyesuaikan bentuknya dengan karakter baru tersebut.”29 
Ringkasnya, sesuai dengan ungkapan “kejahatan merupakan 
produk dari masyarakat sendiri” (crime is a product of society its 
self), habitat baru ini, dengan segala bentuk pola interaksi yang ada 
didalamnya, akan menghasikan jenis-jenis kejahatan yang berbeda 
dengan kejahatan-kejahatan lain yang sebelumnya telah dikenal. 
Kejahatan-kejahatan ini berbeda dalam satu kelompok besar yang 
dikenal dengan istilah cybercrime.  
Pada masa awalnya, cybercrime didefinisikan sebagai kejahatan 
komputer. Mengenai definisi kejahatan komputer sendiri, sampai 
sekarng para sarjana belum sependapat mengenai pengertian atau 
definisi dari kejahatan komputer. Bahkan penggunaan istilah tindak 
pidana untuk kejahatan komputer dalam bahasa Inggris pun masih 
belum seragam. Beberapa sarjana menggunakan istilah ”computer 
misuse, computer abuse, computer fraud, computer related crime, 
computer assistend crime, atau computer crime” yang diartikan  
penyalahgunaan komputer, pelanggaran penggunaan komputer, 
penipuan komputer, kejahatan terkait komputer, kejahatan yang 
dibantu komputer, atau kejahatan computer. Namun para sarjana pada 
waktu itu, pada umumnya lebih menerima pemakaian istilah computer 
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crime oleh karena dianggap lebih luas dan bias dipergunakan dalam 
hubungan internasional.  
Dapat diketahui bahwa cybercrime dibedakan menjadi dua 
pengertian, yaitu dalam pengertian sempit dan luas. Dalam pengertian 
sempit, cybercrime adalah perbuatan yang tidak sah yang menjadikan 
komputer sebagai sarana atau target kejahatan, baik pada keamanan 
sistem maupun datanya. Sedangkan cybercrime dalam arti luas 
merupakan keseluruhan bentuk kejahatan yang ditunjukan terhadap 
komputer, jaringan komputer dan para penggunanya, dan bentuk-
bentuk kejahatan tradisional yang menggunakan atau dengan bantuan 
peralatan komputer. Pengertian yang digunakan dalam istilah 
cybercrime adalah dalam pengertian luas. 
Pengkategorian jenis cybercrime menjadi dua tersebut selaras 
dengan The Encyelopedia of Crime and Justice yang menjelaskan 
bahwa ada dua kategori kejahatan yang cybercrime, yaitu : 
a. In the first, computer is a tool of a crime, such as froud, 
embezzlement, and thieft of property, or is used to plan manage 
a crime. 
Yang diartikan sebagai berikut:  Pada awalnya, komputer adalah 
alat kejahatan, seperti penipuan, penggelapan, dan pencurian 






b. In the second, the computer is aobject of a crime, such as 
sabotage, theft or alteration of storage data, or theft of it 
service30. 
Yang diartikan sebagai berikut:  Kedua, komputer adalah objek 
kejahatan, seperti sabotase, pencurian atau perubahan data 
penyimpanan, atau pencurian layanan itu. 
Pengertian cybercrime menurut Prof Widodo adalah setiap 
aktivitas seseorang, sekelompok orang, badan hukum yang 
menggunakan komputer sebagai sarana melakukan kejahatan, atau 
menjadikan komputer sebagai sasaran kejahatan. Semua kejahatan 
tersebut adalah bentuk-bentuk perbuatan yang bertentangan dengan 
peraturan perUndang-Undangan, baik dalam arti melawan hukum 
secara material maupun melawan hukum secara formal31. Kemudian, 
definisi lain mengenai kejahatan komputer ini dikeluarkan oleh 
Organization of European Community Development (OECD) yaitu 
sebagai berikut : “any illegal, unethical or unauthorized behavior 
relating to the automatic processing and/or the transmission of 
data”32 yang diartikan segala perilaku ilegal, tidak etis, atau tidak sah 
terkait dengan pemrosesan automomatik dan / atau transmisi data. 
Dari definisi tersebut, kejahatan komputer ini termasuk segala akses 
illegal atau akses secara tidak sah terhadap suatu transmisi data. 
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Sehingga terlihat bahwa segala aktivitas yang tidak sah dalam suatu 
sistem komputer merupakan suatu kejahatan.  
Batasan atau definisi dari kejahatan komputer, menurut Andi 
Hamzah bahwa “kejahatan dibidang komputer secara umum dapat 
diartikan sebagai penggunaan komputer secara illegal”33. Dari 
pengertian tersebut, dapat disimpulkan bahwa beliau memperluas 
pengertian kejahatan komputer, yaitu segala aktivitas tidak sah yang 
memanfaatkan komputer untuk tindak pidana. Sekecil apapun dampak 
atau akibat yang ditimbulkan dari penggunaan komputer secara tidak 
sah atau illegal merupakan suatu kejahatan. Cybercrime memiliki 
beberapa karakteristik, yaitu34 :  
a. Perbuatan yang dilakukan secara illegal, tanpa hak atau tidak 
etis tersebut terjadi dalam ruang/wilayah siber/cyber 
(cyberspace), sehingga tidak dapat dipastikan yuridiksi negara 
mana yang berlaku terhadapnya. 
b. Perbuatan tersebut dilakukan dengan menggunakan peralatan 
apa pun yang terhubung dengan internet.  
c. Perbuatan tersebut mengakibatkan kerugian materill maupun 
immaterial (waktu, nilai, jasa, uang, barang, harga diri, martabat, 
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kerahasiaan informasi) yang cenderung lebih besar 
dibandingkan dengan kejahatan konvensional. 
d. Pelakunya adalah orang yang menguasai penggunaan internet 
beserta aplikasinya.  
e. Perbuatan tersebut sering dikakukan secara 
transnasional/melintas batas negara.  
Cybercrime atau kejahatan dunia maya dalam peraturan 
PerUndang-Undangan di Indonesia juga sering disebut dengan 
kejahatan tindak pidana yang berkaitan dengan teknologi informasi, 
hal ini sejalan dengan pengertian yang diberikan oleh Donn B. Parker 
yang memberikan definisi mengenai penyalahgunaan komputer : 
“Computer abuse is broadly defined to be any incident associated 
with computer technology in which a victim suffered or could have 
gain”, dan diterjemahkan oleh Andi Hamzah sebagai 
“penyalahgunaan komputer didefinisikan secara luas sebagai suatu 
kejadian yang berhubungan dengan teknologi komputer yang seorang 
korban menderita atau akan telah menderita kerugian dan seorang 
pelaku dengan sengaja memperoleh keuntungan atau akan telah 
memperoleh keuntungan”35. Kejahatan dalam bidang teknologi 
informasi secara umum terdiri dari dua kelompok, yaitu : 
a. Kejahatan konvensional yang menggunakan bidang teknologi 
informasi sebagai alat bantunya, contohnya pembelian barang 
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dengan menggunakan nomor kartu kredit curian melalui media 
internet; 
b. Kejahatan timbul setelah adanya internet, dengan menggunakan 
sistem komputer sebagai korbannya, contoh kejahatan ini ialah 
perusak situs internet (cracking), pengirim virus atau program-
program komputer yang bertujuan untuk merusak sistem kerja 
komputer.  
Menurut Petrus Reinhard Golose dalam kasus kejahatan dunia 
maya, baik korban maupun pelaku tidak berhadapan langsung dalam 1 
(satu) tempat kejadian perkara. Dalam beberapa kasus, baik korban 
maupun pelaku dapat berada pada negara yang berbeda. Hal tersebut 
menggambarkan bahwa kejahatan dunia maya merupakan salah satu 
bentuk kejahatan lintas negara (transnational crime), dan tak berbatas 
(borderless), tanpa kekerasan (non violence), tidak ada kontak fisik 
(no physically contact) dan tanpa nama (anonymity)36. 
 
2. Bentuk-Bentuk Tindak Pidana Cybercrime  
Cybercrime mempunyai bentuk beragam, karena setiap negara 
tidak selalu sama dalam melakukan kriminalitas. Begitu pula dalam 
setiap negara dalam menyebut apakah suatu perbuatan tergolong 
kejahatan Cybercrime atau bukan. Muladi mengemukakan bahwa asas 
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mala in se mengajarkan bahwa suatu perbuatan dikategorikan sebagai 
kejahatan karena masyarakat dengan sendirinya menganggap 
perbuatan tersebut jahat. Sedangkan berdasarkan asas mala prohibita, 
suatu perbuatan dianggap jahat karena melanggar peraturan 
perUndang-Undangan37. Asas Mala Prohibita menghasilkan konsepsi 
kejahatan dalam arti yuridis (yaitu sebagai mana diatur dalam 
perUndang-Undangan tertulis).  
Jonathan Rosenoer menjelaskan tentang bentuk-bentuk 
Cybercrime sebagai berikut :  
1. Coprigh, include exclutive right, subject matter of copyright, 
formalities, infringement, source of risk, word wide web sites, 
hypertext link, graphical element, e-mail, criminal liability, fair 
use, first amandment, and softwere rental. 
Yang diartikan sebagai berikut: Coprigh, termasuk hak 
eksklusif, subjek hak cipta, formalitas, pelanggaran, sumber 
risiko, situs web word wide, link hypertext, elemen grafis, 
email, pertanggungjawaban pidana, penggunaan wajar, 
amandemen pertama, dan penyewaan perangkat lunak. 
2. Trademark  
Yang diartikan sebagai: Merk dagang 
3. Defamation 
Yang diartikan sebagai: Fitnah atau pencemaran nama baik. 
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4. Privacy, include common law privacy, constitutinal law, 
anonymity, and technology expanding privacy right. 
Yang diartikan sebagai: Privasi, termasuk privasi hukum umum, 
hukum konstitusi, anonimitas, dan teknologi yang memperluas 
hak privasi. 
5. Duty of care  
a. Negligence  
b. Negligent misstatement 
c. Equipment malfunctions 
d. Economic loss may not be recoverable 
e. Contractural limitations of liability 
Yang diartikan sebagai berikut:  
Perbuatan merugikan 
a. Kelalaian 
b. Pernyataan yang lalai 
c. Kerusakan peralatan 
d. Kerugian ekonomi mungkin tidak dapat dipulihkan 
e. Batasan tanggung jawab kontraktual 
6. Criminal liability; such as; computer fraud and abuse act; wire 
fraud. Electronic communication privacy act, extortion and 
threats, expose, sexual exploitation of children, obscene and 





Yang diartikan sebagai: Tanggung jawab pidana, penipuan 
computer dan tindakan penyalahgunaan, penyalah gunaan 
jaringan. Tindakan privasi komunikasi elektronik, pemerasan 
dan ancaman, mengekspos, eksploitasi seksual terhadap anak-
anak, transaksi berbau porno seksual, plagiasi hak cipta.    
7. Procedural issues, include jurisdiction, venue and conflict of 
law. 
Yang diartikan sebagai: Masalah procedural, termasuk 
yurisdiksi, tempat dan konflik hukum. 
8. Electronic contract and digital signature, include electronic 
agreement enforceable, public key encryption and digital 
signature38. 
Yang diartikan sebagai:  Kontrak elektronik dan tanda tangan 
digital, termasuk perjanjian elektronik yang dapat diberlakukan, 
enkripsi kunci publik, dan tanda tangan digital. 
Cybercrime meliputi pelanggaran hak kekayaan intelektual, 
fitnah atau pencemaran nama baik, pelanggaran terhadap kebebasan 
pribadi (privacy), ancaman dan pemerasan, ekploitasi seksual anak-
anak dan pencabulan, perusakan sistem komputer, pembobolan kode 
akses, dan pemalsuan tanda tangan digital. Semua perbuatan tersebut 
dapat dipertanggungjawabkan secara pidana sesuai dengan 
yurisdiksinya. Cybercrime juga dapat berbentuk pemalsuan data, 
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penyebaran virus komputer ke jaringan komputer atau sistem 
komputer, penambahan atau pengurangan sistem instruksi dalam 
jaringan komputer, pembulatan angka, perusakan data, dan 
pembocoran data rahasia. Ini diuraikan oleh Sue Titus Reid, bahwa 
Cybercrime meliputi “data diddling, the Trojan horse, the salami 
technique, superzapping, and date leakgage39.” 
The International Hendbook on Computer Crime 
mengklasifikasikan bentuk-bentuk Cybercrime sebagai berikut :  
1. Computer-related Economic Crimes 
a. Fraund by Computer Manipulation 
b. Computer Espionage and Software Piracy 
c. Computer sabotage 
d. Theft of Services  
e. Unauthorized Access to DP Systems and Hacking 
f. The Computer as a Tool for traditional Business Offences 
Yang diartikan sebagai berikut: 
1. Kejahatan Ekonomi Terkait Komputer 
a. Penipuan oleh Manipulasi Komputer 
b. Spionase komputer dan pembajakan perangkat lunak 
c. Sabotase computer 
d. Pencurian Layanan 
e. Akses Tidak Sah ke Sistem DP dan Peretasan 
                                                   






f. Komputer sebagai Alat untuk Pelanggaran Bisnis 
tradisional 
2. Computer-related Infrigements of Privacy  
a. Use of Incorrect Data 
b. Illegal Collection and Storage of Correct Data 
c. Illegal Disclosure and Misuse of data 
d. Infrigments of Formalities of Privancy Laws 
Yang diartikan sebagai berikut: 
2. Pengaruh Privasi yang Terkait dengan Komputer 
a. Penggunaan Data yang Tidak Benar 
b. Pengumpulan Ilegal dan Penyimpanan Data yang Benar 
c. Pengungkapan Ilegal dan Penyalahgunaan data 
d. Pengaruh Hukum Formalitas Privancy 
3. Further Abuses 
a. Offences Against State and Political Interests 
b. The Extension to Offences Against Personal Integrity40. 
Yang diartikan sebagai berikut: 
3. Pelanggaran Lebih Lanjut 
a. Pelanggaran terhadap Kepentingan Negara dan Politik 
b. Perpanjangan Pelanggaran Terhadap Integritas Pribadi 
Berdasarkan uraian Handbook on Computer Crime, cybercrime 
dikategorikan menjadi tiga. Kategori pertama, cybercrime adalah 






kejahatan ekonomi yang berakaitan dengan komputer, meliputi 
penipuan dengan manipulasi komputer, pembajakan perangkat lunak 
komputer, spionase komputer, sabotase, pencurian jasa, akses tidak 
sah kedalam sistem atau jaringan komputer, komputer sebagai alat 
untuk menyerang bisnis tradisional. Kategori ke dua, adalah 
pelanggaran terhadap keleluasaan pribadi, yaitu penggunaan data yang 
tidak benar, pengumpulan data secara tidak sah, penyalahgunaan data, 
pelanggaran rahasia perusahaan. Sedangkan kategori ke tiga, misalnya 
melakukan penyerangan terhadap dan kepentingan politik, dan 
penyerangan terhadap kebebasan pribadi orang per orang.  
Selain penggolongan cybercrime sebagaimana terjabar di atas, 
Donn Parker mengklasifikasikan bentuk-bentuk cybercrime ke dalam 
empat klasifikasi tersebut.  
1. Komputer sebagai Objek  
Dalam kategori ini, bentuk-bentuj cybercrime termasuk kasus-
kasus perusakan terhadap komputer, data atau program yang 
terdapat di dalamnya atau perusakan terhadap sarana-sarana 
komputer seperti Air Condutouring (AC) dan peralatan yang 
menunjang pengoperasian komputer. 
2. Komputer sebagai Subjek 
Komputer dapat pula menimbulkan tempat atau lingkungan 
untuk melakukan kejahatan, misalnya pencurian, penipuan, dan 





yang tidak dapat disentuh (intangible), misalnya pulsa elektronis 
dan guratan-guratan magnetis.  
3. Komputer sebagai Alat  
Komputer digunakan sebagai alat melakukan kejahatan sehingga 
sifat peristiwa kejahatan tersebut adalah sangat kompleks dan 
sulit diketahui. Salah satu contoh adalah seseorang pelaku 
kejahatan yang mengambil warkat-warkat setoran darai suatu 
bank dan menulis nomor rekening pelaku dengan tinta magnetis 
pada warkat-warkat tersebut kemudian meletakan kembali ke 
tempat semula. Nasabah yang akan memasukan uang akan 
mengambil dan mengisi warkat yang sudah dibubuhi nomor 
rekening pelaku kejahatan memproses warkat-warkat nasabah, 
komputer secara otomatis akan mengedit sejumlah uang pada 
rekening pelaku kejahatan. Selain itu, pelaku kejahatan menarik 
uang dengan cek dari rekeningnya sebelum para nasabah yang 
menyetor mengajukan komplain ke bank. 
4. Komputer sebagai Simbol 
Suatu komputer dapat digunakan sebagai simbol untuk 
melakukan penipuan atau ancaman, dalam kategori ini termasuk 
penipuan “Biro Jodoh” yang menyatakan bahwa biro jodoh 





jodoh, akan tetapi biro jodoh tersebut sama sekali tidak 
memakai komputer untuk keperluan tersebut41. 
Kejahatan yang berhubungan dengan komputer (cybercrime) 
sudah diatur oleh instrumen internasional. Satu-satunya instrumen 
internasional yang mengatur kejahatan yang berhubungan dengan 
komputer adalah Convention on Cybercrime. Sementara di Indonesia 
sendiri instrumen yang mengatur tentang cybercrime adalah dengan 
lahirnya Undang-Undang Nomor 11 Tahun 2008 tentang Informasi 
dan Transaksi Elektronik (ITE). Sejak diundangkannya Undang-
Undang ITE di Indonesia, pengklasifikasian tindak kejahatan 
komputer menjadi mudah untuk di proses ke ranah hukum atau 
dengan kata lain dapat di pidanakan. 
 
3. Pengaturan Tindak Pidana Cybercrime Di Indonesia 
a. Undang-Undang Nomor 36 Tahun 1999 Tentang 
Telekomunikasi  
Dalam Undang-Undang Nomor 36 Tahun 1999 Tentang 
Telekomunikasi, terdapat beberapa pasal yang mengatur 
perbuatan yang dilarang dan termasuk kedalam tindak pidana 
cybercrime. Sebelum ada Undang-Undang Nomor 11 Tahun 
2008 tentang Informasi dan Transaksi Elektronik, Undang-
Undang ini yang digunakan untuk mengancam pidana bagi 
                                                   





perbuatan yang diketegorikan dalam tindak pidana cybercrime. 
Namun Undang-Undang ini hanya mengatur beberapa tindak 
pidana yang termasuk tindak pidana cybercrime yang masih 
bersifat umum dan luas, serta hanya berkaitan dengan 
telekomunikasi, sehingga belum dapat mengakomodir tindak-
tindak pidana yang berkaitan dengan komputer.  
Pasal 22 UU No. 36 Tahun 1999 
“Setiap orang dilarang melakukan perbuatan tanpa hak, 
tidak sah, atau memanipulasi :  
1) Akses ke jaringan telekomunikasi; dan atau  
2) Akses ke jasa telekomunikasi; dan atau  
3) Akses ke jaringan telekomunikasi khusus.” 
 
Pasal 38 UU No. 36 Tahun 1999 
“Setiap orang dilarang melakukan perbuatan yang dapat 
menimbulkan gangguan fisik dan elektromagnetik terhadap 
penyelenggaraan telekomunikasi” 
Pasal 40 UU No. 36 Tahun 1999 
“Setiap orang dilarang melakukan kegiatan penyadapan atas 
informasi yang disalurkan melalui jaringan telekomunikasi 
dalam bentuk apapun” 
Bentuk-bentuk tindak pidana cybercrime dalam Undang-
Undang Nomor 36 Tahun 1999 tentang Telekomunikasi adalah 
Akses Illegal yakni tanpa hak, tidak sah, atau memanipulasi 





dan elektromagnetik terhadap penyelenggaraan telekomunikasi 
dan penyadapan informasi melalui jaringan telekomunikasi. Hal 
ini merujuk pada pengertian cybercrime yang diberikan oleh 
Konferensi PBB yang mengatakan cybercrime adalah perbuatan 
yang tidak sah yang menjadikan komputer atau jaringan 
komputer, baik pada sistem keamanannya. Telekomunikasi 
merupakan salah satu bentuk jaringan dan sistem komputer 
sehingga perbuatan yang dilarang dalam pasal-pasal tersebut 
dapat dikategorikan menjadi tindak pidana cybercrime. 
b. Undang-Undang Nomor 11 Tahun 2008 Tentang Informasi Dan 
Transaksi Elektronik 
Pada tanggal 23 April 2008 telah diundangkan Undang-
Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi 
Elektronik (ITE). Undang-Undang ini bukanlah unang-undang 
tindak pidana khusus, melainkan juga memuat tentang 
pengaturan mengenai pengelolaan informasi dan transaksi 
elektronik dengan tujuan pembangunan. Namun Undang-
Undang ini juga mengantisipasi pengaruh buruk dari 
pemanfaatan kemajuan teknologi ITE tersebut. Yakni dengan 
diaturnya hukum pidana khususnya tentang tindak pidana yang 
menyerang kepentingan hukum orang pribadi, masyarakat, atau 
kepentingan hukum Negara dengan memanfaatkan kemajuan 





Undang-Undang ITE telah menetapkan perbuatan-
perbuatan mana yang termasuk tindak pidana di bidang ITE 
(cybercrime) dan telah ditentukan unsur-unsur tindak pidana dan 
penyerangan terhadap berbagai kepentingan hukum dalam 
bentuk rumusan-rumusan tindak pidana tertentu. Tindak Pidana 
Cybercrime dalam UU ITE diatur dalam 9 pasal, dari Pasal 27 
sampai dengan Pasal 35. Dalam 9 pasal tersebut dirumuskan 20 
bentuk atau jenis tindak pidana ITE. Sedangkan pada Pasal 36 
tidak merumuskan bentuk tindak pidana ITE, melainkan 
merumuskan tentang dasar pemberatan pidana yang diletakan 
pada akibat merugikan orang lain pada tindak pidana yang diatur 
dalam Pasal 27 sampai dengan Pasal 35. Sementara ancaman 
pidananya ditentukan didalam Pasal 45 sampai dengan Pasal 52. 
Adapun rumusan pasal-pasal tersebut adalah sebagai berikut : 
Pasal 27 UU ITE  
1) Setiap Orang dengan sengaja dan tanpa hak 
mendistribuikan dan/atau mentransmisikan dan/atau 
membuat dapat diaksesnya Informasi Elektronik dan/atau 
Dokumen Elektronik yang memiliki muatan yang 
melanggar kesusilaan. 
2) Setiap Orang dengan sengaja dan tanpa hak 
mendistribusikan dan/atau mentransmisikan dan/atau 
membuat dapat diaksesnya Informasi Elektronik dan/atau 
Dokumen Elektronik yang memiliki muatan perjudian. 
3) Setiap Orang dengan sengaja dan tanpa hak 
mendistribusikan dan/atau mentransmisikan dan/atau 
membuat dapat diaksesnya Informasi Elektronik dan/atau 
Dokumen Elektronik yang memiliki muatan penghinaan 
dan/atau pencemaran nama baik.  
4) Setiap Orang dengan sengaja dan tanpa hak 





membuat dapat diaksesnya Informasi Elektronik dan/atau 
Dokumen Elektronik yang memiliki muatan pemerasan 
dan/atau pengancaman.  
 
Pasal 28 UU ITE 
1) Setiap Orang dengan sengaja dan tanpa hak menyebarkan 
berita bohong dan menyesatkan yang mengakibatkan 
kerugian konsumen dalam Transaksi Elektronik.  
2) Setiap Orang dengan sengaja dan tanpa hak menyebarkan 
yang ditujukan untuk menimbulkan rasa kebencian atau 
permusuhan individu dan/atau kelompok masyarakat 
tertentu berdasarkan atas suku, agama, ras, dan antar 
golongan (SARA).  
 
Pasal 29 UU ITE  
“Setiap Orang dengan sengaja dan tanpa hak mengirimkan 
Informasi Elektronik dan/atau Dokumen Elektronik yang berisi 
ancaman kekerasan atau menakut-nakuti yang ditujukan secara 
pribadi.” 
Pasal 30 UU ITE 
1) Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum mengakses Komputer dan/atau Sistem Elektronik 
milik Orang lain dengan cara apa pun.  
2) Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum mengakses Komputer dan/atau Sistem Elektronik 
dengan cara apa pun dengan tujuan untuk memperoleh 
Informasi Elektronik dan/atau Dokumen Elektronik. 
3) Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum mengakses Komputer dan/atau Sistem Elektronik 
dengan cara apa pun dengan melanggar, menerobos, 
melampaui, atau menjebol sistem pengamanan.  
 
Pasal 31 UU ITE  
1) Setiap Orang dengan sengaja dan tanpa hak atau melawan 





Informasi Elektronik dan/atau Dokumen Elektronik dalam 
suatu Komputer dan/atau Sistem Elektronik tertentu milik 
Orang lain. 
2) Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum melakukan intersepsi atas transmisi Informasi 
Elektronik dan/atau Dokumen Elektronik yang tidak 
bersifat publik dar, ke, dan di dalam suatu Komputer 
dan/atau Sistem Elektronik tertentu milik Orang lain, baik 
yang tidak menyebabkan perubahan apa pun maupun yang 
menyebabkan adanya perubahan, penghilangan, dan/atau 
penghentian Informasi Elektronik dan/atau Dokumen 
Elektronik yang sedang ditransmisikan.  
3) Kecuali intersepsi sebagaimana dimaksud pada ayat (1) 
dan ayat (2), intersepsi yang dilakukan dalam rangka 
penegakan hukum atas permintaan kepolisian, kejaksaan, 
dan/atau institusi penegak hukum lainnya yang ditetapkan 
berdasarkan Undang-Undang. 
4) Ketentuan lebih lanjut mengenai tata cara intersepsi 
sebagaimana dimaksud pada ayat (3) diatur dengan 
Peraturan Pemerintah.  
 
Pasal 32 UU ITE  
1) Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum dengan cara apa pun mengubah, menambah, 
mengurangi, melakukan transmisi, merusak, 
menghilangkan, memindahkan, menyembunyikan suatu 
Informasi Elektronik dan/atau Dokumen Elektronik milik 
Orang lain atau milik publik.  
2) Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum dengan cara apa pun memindahkan atau 
mentransfer Informasi Elektronik dan/atau Dokumen 
Elektronik kepada Sistem Elektronik Orang lain yang 
tidak berhak.  
3) Terhadap perbuatan sebagaimana dimaksud pada ayat (1) 
yang mengakibatkan terbukanya suatu Informasi 
Elektronik dan/atau Dokumen Elektronik yang bersifat 
rahasia menjadi dapat diakses oleh publik dengan 








Pasal 33 UU ITE  
“Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum melakukan tindakan apa pun yang berakibat 
terganggunya Sistem Elektronik dan/atau mengakibatkan Sistem 
Elektronik menjadi tidak bekerja sebagaimana mestinya.” 
Pasal 34 UU ITE  
1) Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum memproduksi, menjual, mengadakan untuk 
digunakan, mengimpor, mendistribusikan, menyediakan, 
atau memiliki: 
a) perangkat keras atau perangkat lunak Komputer 
yang dirancang atau secara khusus dikembangkan 
untuk memfasilitasi perbuatan sebagaimana 
dimaksud dalam Pasal 27 sampai dengan Pasal 33; 
b) sandi lewat Komputer, Kode Akses, atau hal yang 
sejenis dengan itu ditujukan agar Sistem Elektronik 
menjadi dapat diakses dengan dengan tujuan 
memfasilitasi perbuatan sebagaimana dimaksud 
dalam Pasal 27 sampai dengan Pasal 33. 
2) Tindakan sebagaimana dimaksud pada ayat (1) bukan 
tindak pidana jika ditujukan untuk melakukan kegiatan 
penelitian, pengujuan Sistem Elektronik, untuk 
perlindungan Sistem Elektronik itu sendiri secara sah dan 
tidak melawan hukum.  
 
Pasal 35 UU ITE 
“Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum melakukan manipulasi, penciptaan, perubahan, 
penghilangan, pengrusakan Informasi Elektronik dan/atau 
Dokumen Elektronik dengan tujuan agar Informasi Elektronik 
dan/atau Dokumen Elektronik tersebut dianggap seolah-olah 





Pasal 36 UU ITE  
“Setiap Orang dengan sengaja dan tanpa hak atau melawan 
humum melakukan perbuatan sebagimana dimaksud dalam 
Pasal 27 sampai degan Pasal 34 yang mengakibatkan kerugian 
bagi Orang lain.” 
Pasal 37 UU ITE 
“Setiap Orang dengan sengaja melakukan perbuatan yang 
dilarang sebagaimana dimaksud dalam Pasal 27 sampai dengan 
Pasal 36 di luar wilayah Indonesia terhadap Sistem Elektronik 
yang berada di wilayah yurisdiksi Indonesia.”  
Dari uraian rumusan pasal-pasal dan bentuk-bentuk tindak 
pidana Cybercrime menurut Undang-Undang Nomor 11 Tahun 
2008 tentang Informasi dan Transaksi Elektronik dapat 
diklasifikasikan menjadi dua, yaitu sebagai berikut : 
1) Cybercrime yang menggunakan komputer sebagai alat 
kejahatan, yakni Pornografi Online (Cyber-Porno), 
Perjudian Online, Pencemaran Nama Baik melalui media 
sosial, Penipuan melalui komputer, Pemalsuan melalui 
komputer, Pemeraan dan Pengancaman melalui komputer, 
Pelanggaran terhadap hak cipta, Cyber terrorism.  
2) Cybercrime yang berkaitan dengan komputer, jaringan 
sebagai sasaran untuk melakukan kejahatan, yakni akses 





dan data komputer, penyadapan atau intersepsi tidak sah, 
pencurian data, dan penyalahgunaan peralatan komputer. 
c. Undang-Undang Nomor 19 Tahun 2016 Tentang Perubahan 
Undang-Undang Nomor 11 Tahun 2008 Tentang Informasi Dan 
Transaksi Elektronik 
Perbuatan yang dilarang dalam Undang-Undang Nomor 
19 Tahun 2016 tentang Perubahan Undang-Undang Nomor 11 
Tahun 2008 tentang Informasi dan Transaksi Elektronik sama 
dengan perbuatan yang dilarang dengan Perubahan Undang-
Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi 
Elektronik tidak ada penambahan maupun pengurangan tindak 
pidana tersebut yang diancam pemidanaannya. Sehingga bentuk-
bentuk cybercrime masih sama dengan Undang-Undang Nomor 
11 Tahun 2008 tentang Informasi dan Transaksi Elektronik 
dengan Undang-Undang Nomor 19 Tahun 2016 tentang 
Perubahan Undang-Undang Nomor 11 Tahun 2008 tentang 
Informasi dan Transaksi Elektronik adalah sebagai berikut :  
1. Dalam Pasal 1 mengenai ketentuan umum terdapat 23 poin 
mengenai ketentuan-ketentuan umum, diubah dengan 
penambahan dalam Pasal 1 yakni Pasal 1 diantara angka 6 
dan angka 7 disisipkan 1 angka yakni angka 6a, ketentuan 





2. Rumusan Pasal mengenai bentuk-bentuk tindak pidana, 
rumusan bentuk-bentuk tindak pidana ITE mesih tetap 
sama dengan UU sebelumnya tidak ada penambahan 
rumusan Pasal mengenai perbuatan yang dilarang hanya 
terdapat perubahan dalam Pasal 31. 
3. Tidak adanya penjelasan mengenai Pasal 5 tentang alat 
bukti elektronik, diubah dengan penambahan penjelasan 
dalam Pasal 5. 
4. Tidak adanya kewajiban penyelenggara sistem elektronik 
untuk menghapus Informasi Elektronik yang tidak relevan 
berdasarkan penetapan Pengadilan, diubah dengan adanya 
kewajiban penyelenggara sistem elektronik untuk 
menghapus Informasi Elektronik yang tidak relevan 
berdasarkan penetapan Pegadilan. 
5. Segala bentuk penyadapan tidak diperbolehkan, diubah 
dengan penyadapan boleh dilakukan dalam rangka 
penegakan hukum atas permintaan kepolisian, kejaksaan 
dan institusi penegak hukum lainnya yang ditetapkan 
berdasarkan Undang-Undang. 
6. Dalam hukum acara yang digunakan ada ketentuan khusus 
dalam hal penggeledahan, penyitaan barang bukti yakni 
mutlak harus melalui izin Pengadilan, adanya perubahan 





elektronik dilakukan sesuai dengan ketentuan hukum acara 
pidana dalam KUHAP. 
Dari contoh perubahan diatas dapat disimpulakan 
mengenai Undang-Undang Nomor 19 Tahun 2016 tentang 
Perubahan Undang-Undang Nomor 11 Tahun 2008 tentang 
Informasi dan Transaksi Elektronik yang bertujuan untuk 
melengkapi kekurangan yang masih terdapat dalam Undang-
Undang No 11 Tahun 2008. Dengan perubahan tersebut 
dimaksudkan supaya memudahkan didalam menafsirkan apa 
yang dimaksud tentang Cybercrime dalam Undang-Undang ITE, 








 HASIL PENELITIAN DAN PEMBAHASAN 
 
A. Pengaturan Tindak Pidana Pencemaran Nama Baik Dalam Hukum 
Positif Di Indonesia  
Cybercrime atau kejahatan dunia maya adalah bentuk tindak kejahatan 
yang memanfaatkan teknologi komputer, jaringan komputer, internet atau 
perangkat digital lainnya sebagai alat, sasaran, tempat atau penggunanya.  
Pencemaran nama baik yang dilakukan dalam dunia maya adalah bentuk 
kejahatan yang digolongkan dalam tindak pidana Cybercrime. Dimana 
kejahatan ini muncul seiring dengan perkembangan teknologi digital, 
komunikasi dan informasi yang berkembang begitu pesat. Perkembangan 
teknologi tersebut telah mengubah cara pandang sebagian pelaku manusia, 
khususnya masyatrakat di Indonesia.  
Teknologi selain dimanfaatkan untuk peningkatan yang bersifat 
positif, namun ada juga yang disalah gunakan untuk kepentingan negatif 
atau Cybercrime. Penyalahgunaan komputer sebagai salah satu dampak dari 
perkembangan teknologi tidak terlepas dari sifatnya yang khas sehingga 
membawa persoalan yang rumit dipecahkan berkenaan dengan masalah 
penanggulangannya (penyelidikan, penyidikan hingga dengan 
penuntutan).42Kejahatan dunia maya tersebut mengakibatkan kerugian 
materiil maupun imateriil (waktu, nilai, jasa, uang, barang, harga diri, 
                                                   
42Edmon Makarim, 2005, Pengantar Hukum Telematika (Suatu Kajian Kompilasi), 





martabat, kerahasiaan informasi) yang cenderung lebih besar dibandingkan 
dengan kejahatan konvensional. Pelakunya adalah orang yang menguasai 
penggunaan internet beserta aplikasinya. Artinya perlu adanya regulasi dari 
pemerintah atau Undang-Undang yang mengatur secara tegas tentang 
kejahatan dunia sebagai bentuk perlindungan hukum kepada masyarakat 
Indonesia. Sejauh ini terdapat beberapa Undang-Undang yang mengatur 
tentang tindak pidana pencenaran nama baik yang dilakukan dalam dunia 
maya. Tindak pida pencemaran nama baik yang diatur dalam hukum positif 
di Indonesia, antara lain : 
1. Undang-Undang Republik Indonseia Nomor 11 Tahun 2008 Tentang 
Informasi Dan Transaksi Elektronik  
Pada tanggal 23 April 2008 telah diundangkan Undang-Undang 
Nomor 11 Tahun 2008 tentang Informasi dan Transaksi Elektronik 
(ITE). Undang-Undang ITE memuat tentang pengaturan mengenai 
pengelolaan informasi dan transaksi elektronik dengan tujuan untuk 
pembangunan. Namun Undang-Undang ini juga mengantisipasi 
pengaruh buruk dari pemanfaatan kemajuan teknologi ITE. Dengan 
diaturnya hukum pidana tentang tindak pidana yang menyerang 
kepentingan orang pribadi, masyarakat, atau kepentingan Negara 
dengan memanfaatkan kemajuan teknologi ITE, atau sering disebut 
tindak pidana cybercrime.  
Undang-Undang ITE telah menetapkan perbuatan-perbuatan 





dalam dunia maya dan telah ditentukan unsur-unsur tindak pidana dan 
penyerangan terhadap berbagai kepentingan hukum dalam bentuk 
rumusan-rumusan tindak pidana tertentu. Tindak pidana dalam UU 
ITE diatur dalam 9 pasal, dari Pasal 27 sampai dengan Pasal 35. 
Dalam 9 pasal tersebut dirumuskan 20 bentuk atau jenis tindak pidana 
ITE. Sedangkan pada Pasal 36 tidak merumuskan bentuk tindak 
pidana ITE, melainkan merumuskan tentang dasar pemberatan pidana 
yang diletakan pada akibat merugikan orang lain, pada tindak pidana 
yang diatur dalam Pasal 27 sampai dengan Pasal 35. Sementara itu 
ancaman pidananya ditentukan didalam Pasal 45 sampai dengan Pasal 
52. Adapun rumusan pasal-pasal tersebut adalah sebagai berikut : 
Pasal 27 Undang-Undang Informasi dan Transaksi Elektronik  
1) Setiap Orang dengan sengaja dan tanpa hak mendistribuikan 
dan/atau mentransmisikan dan/atau membuat dapat diaksesnya 
Informasi Elektronik dan/atau Dokumen Elektronik yang 
memiliki muatan yang melanggar kesusilaan. 
2) Setiap Orang dengan sengaja dan tanpa hak mendistribusikan 
dan/atau mentransmisikan dan/atau membuat dapat diaksesnya 
Informasi Elektronik dan/atau Dokumen Elektronik yang 
memiliki muatan perjudian. 
3) Setiap Orang dengan sengaja dan tanpa hak mendistribusikan 
dan/atau mentransmisikan dan/atau membuat dapat diaksesnya 
Informasi Elektronik dan/atau Dokumen Elektronik yang 
memiliki muatan penghinaan dan/atau pencemaran nama baik. 
4) Setiap Orang dengan sengaja dan tanpa hak mendistribusikan 
dan/atau mentransmisikan dan/atau membuat dapat diaksesnya 
Informasi Elektronik dan/atau Dokumen Elektronik yang 








Pasal 28 Undang-Undang Informasi dan Transaksi Elektronik  
1) Setiap Orang dengan sengaja dan tanpa hak menyebarkan berita 
bohong dan menyesatkan yang mengakibatkan kerugian 
konsumen dalam Transaksi Elektronik.  
2) Setiap Orang dengan sengaja dan tanpa hak menyebarkan yang 
ditujukan untuk menimbulkan rasa kebencian atau permusuhan 
individu dan/atau kelompok masyarakat tertentu berdasarkan 
atas suku, agama, ras, dan antar golongan (SARA).  
 
Pasal 29 Undang-Undang Informasi dan Transaksi Elektronik  
“Setiap Orang dengan sengaja dan tanpa hak mengirimkan Informasi 
Elektronik dan/atau Dokumen Elektronik yang berisi ancaman 
kekerasan atau menakut-nakuti yang ditujukan secara pribadi.” 
 
Pasal 30 Undang-Undang Informasi dan Transaksi Elektronik  
1) Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum mengakses Komputer dan/atau Sistem Elektronik milik 
Orang lain dengan cara apa pun.  
2) Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum mengakses Komputer dan/atau Sistem Elektronik dengan 
cara apa pun dengan tujuan untuk memperoleh Informasi 
Elektronik dan/atau Dokumen Elektronik. 
3) Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum mengakses Komputer dan/atau Sistem Elektronik dengan 
cara apa pun dengan melanggar, menerobos, melampaui, atau 
menjebol sistem pengamanan.  
 
Pasal 31 Undang-Undang Informasi dan Transaksi Elektronik  
1) Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum melakukan intersepsi atau penyadapan atas Informasi 
Elektronik dan/atau Dokumen Elektronik dalam suatu Komputer 
dan/atau Sistem Elektronik tertentu milik Orang lain. 
2) Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum melakukan intersepsi atas transmisi Informasi Elektronik 
dan/atau Dokumen Elektronik yang tidak bersifat publik dar, ke, 





tertentu milik Orang lain, baik yang tidak menyebabkan 
perubahan apa pun maupun yang menyebabkan adanya 
perubahan, penghilangan, dan/atau penghentian Informasi 
Elektronik dan/atau Dokumen Elektronik yang sedang 
ditransmisikan.  
3) Kecuali intersepsi sebagaimana dimaksud pada ayat (1) dan ayat 
(2), intersepsi yang dilakukan dalam rangka penegakan hukum 
atas permintaan kepolisian, kejaksaan, dan/atau institusi 
penegak hukum lainnya yang ditetapkan berdasarkan Undang-
Undang. 
4) Ketentuan lebih lanjut mengenai tata cara intersepsi 
sebagaimana dimaksud pada ayat (3) diatur dengan Peraturan 
Pemerintah.  
 
Pasal 32 Undang-Undang Informasi dan Transaksi Elektronik  
1) Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum dengan cara apa pun mengubah, menambah, 
mengurangi, melakukan transmisi, merusak, menghilangkan, 
memindahkan, menyembunyikan suatu Informasi Elektronik 
dan/atau Dokumen Elektronik milik Orang lain atau milik 
publik.  
2) Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum dengan cara apa pun memindahkan atau mentransfer 
Informasi Elektronik dan/atau Dokumen Elektronik kepada 
Sistem Elektronik Orang lain yang tidak berhak.  
3) Terhadap perbuatan sebagaimana dimaksud pada ayat (1) yang 
mengakibatkan terbukanya suatu Informasi Elektronik dan/atau 
Dokumen Elektronik yang bersifat rahasia menjadi dapat 
diakses oleh publik dengan keutuhan data yang tidak 
sebagaimana mestinya.  
 
Pasal 33 Undang-Undang Informasi dan Transaksi Elektronik  
“Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum 
melakukan tindakan apa pun yang berakibat terganggunya Sistem 
Elektronik dan/atau mengakibatkan Sistem Elektronik menjadi tidak 






Pasal 34 Undang-Undang Informasi dan Transaksi Elektronik  
1) Setiap Orang dengan sengaja dan tanpa hak atau melawan 
hukum memproduksi, menjual, mengadakan untuk digunakan, 
mengimpor, mendistribusikan, menyediakan, atau memiliki:  
a. perangkat keras atau perangkat lunak Komputer yang 
dirancang atau secara khusus dikembangkan untuk 
memfasilitasi perbuatan sebagaimana dimaksud dalam 
Pasal 27 sampai dengan Pasal 33; 
b. sandi lewat Komputer, Kode Akses, atau hal yang sejenis 
dengan itu ditujukan agar Sistem Elektronik menjadi dapat 
diakses dengan dengan tujuan memfasilitasi perbuatan 
sebagaimana dimaksud dalam Pasal 27 sampai dengan 
Pasal 33. 
2) Tindakan sebagaimana dimaksud pada ayat (1) bukan tindak 
pidana jika ditujukan untuk melakukan kegiatan penelitian, 
pengujuan Sistem Elektronik, untuk perlindungan Sistem 
Elektronik itu sendiri secara sah dan tidak melawan hukum.  
 
Pasal 35 Undang-Undang Informasi dan Transaksi Elektronik 
“Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum 
melakukan manipulasi, penciptaan, perubahan, penghilangan, 
pengrusakan Informasi Elektronik dan/atau Dokumen Elektronik 
dengan tujuan agar Informasi Elektronik dan/atau Dokumen 
Elektronik tersebut dianggap seolah-olah data yang otentik.” 
 
Pasal 36 Undang-Undang Informasi dan Transaksi Elektronik  
“Setiap Orang dengan sengaja dan tanpa hak atau melawan humum 
melakukan perbuatan sebagimana dimaksud dalam Pasal 27 sampai 







Pasal 37 Undang-Undang Informasi dan Transaksi Elektronik 
“Setiap Orang dengan sengaja melakukan perbuatan yang dilarang 
sebagaimana dimaksud dalam Pasal 27 sampai dengan Pasal 36 di 
luar wilayah Indonesia terhadap Sistem Elektronik yang berada di 
wilayah yurisdiksi Indonesia43.” 
Dari uraian rumusan pasal-pasal dan bentuk-bentuk tindak 
pidana dunia maya menurut Undang-Undang Nomor 11 Tahun 2008 
tentang Informasi dan Transaksi Elektronik dapat diklasifikasikan 
menjadi dua, yaitu sebagai berikut : 
1. Tindak pidana yang menggunakan komputer sebagai alat 
kejahatan, yakni Pornografi Online (Cyber-Porno), Perjudian 
Online, Pencemaran Nama Baik melalui media sosial, Penipuan 
melalui komputer, Pemalsuan melalui komputer, Pemeraan dan 
Pengancaman melalui komputer, Pelanggaran terhadap hak 
cipta, Cyber terrorism.  
2. Tindak pidana yang berkaitan dengan komputer, jaringan 
sebagai sasaran untuk melakukan kejahatan, yakni akses tidak 
sah (illegal acces), menggunakan sistem komputer dan data 
komputer, penyadapan atau intersepsi tidak sah, pencurian data, 
dan penyalahgunaan peralatan komputer.  
 
                                                   






2. Undang-Undang Republik Indonesia Nomor 19 Tahun 2016 Tentang 
Perubahan Atas Undang-Undang Nomor 11 Tahun 2008 Tentang 
Informasi Dan Transaksi Elektronik. 
Perbuatan yang dilarang dalam Undang-Undang Nomor 19 
Tahun 2016 tentang Perubahan Atas Undang-Undang Nomor 11 
Tahun 2008 tentang Informasi dan Transaksi Elektronik, sama dengan 
perbuatan yang dilarang dalam Undang-Undang Nomor 11 Tahun 
2008 tentang Informasi dan Transaksi Elektronik. Tidak terdapat 
adanya penambahan maupun pengurangan terhadap tindak pidana 
yang diancam pemidanaannya dalam Undang-Undang tersebut. 
Sehingga bentuk-bentuk kejahatannya masih sama dengan Undang-
Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi 
Elektronik dengan Undang-Undang Nomor 19 Tahun 2016 tentang 
Perubahan Undang-Undang Nomor 11 Tahun 2008 tentang Informasi 
dan Transaksi Elektronik. Adapun beberapa poin yang dirubah dalam 
Undang-Undang tersebut adalah sebagai berikut :  
1. Dalam Pasal 1 mengenai ketentuan umum terdapat 23 poin 
mengenai ketentuan-ketentuan umum, diubah dengan 
penambahan dalam Pasal 1 yakni Pasal 1 diantara angka 6 dan 
angka 7 disisipkan 1 angka yakni angka 6a, ketentuan mengenai 
Penyelenggara Sistem Elektronik. 
2. Rumusan Pasal mengenai bentuk-bentuk tindak pidana, rumusan 





sebelumnya tidak ada penambahan rumusan Pasal mengenai 
perbuatan yang dilarang hanya terdapat perubahan dalam Pasal 
31. 
3. Tidak adanya penjelasan mengenai Pasal 5 tentang alat bukti 
elektronik, diubah dengan penambahan penjelasan dalam Pasal 
5. 
4. Tidak adanya kewajiban penyelenggara sistem elektronik untuk 
menghapus Informasi Elektronik yang tidak relevan berdasarkan 
penetapan Pengadilan, diubah dengan adanya kewajiban 
penyelenggara sistem elektronik untuk menghapus Informasi 
Elektronik yang tidak relevan berdasarkan penetapan Pegadilan. 
5. Segala bentuk penyadapan tidak diperbolehkan, diubah dengan 
penyadapan boleh dilakukan dalam rangka penegakan hukum 
atas permintaan kepolisian, kejaksaan dan institusi penegak 
hukum lainnya yang ditetapkan berdasarkan Undang-Undang. 
6. Dalam hukum acara yang digunakan ada ketentuan khusus 
dalam hal penggeledahan, penyitaan barang bukti yakni mutlak 
harus melalui izin Pengadilan, adanya perubahan dalam 
penggeledahan dan penyitaan barang bukti elektronik dilakukan 
sesuai dengan ketentuan hukum acara pidana dalam KUHAP. 
Dari uraian di atas dapat disimpulkan bahwa pengaturan tindak 
pidana pencemaran nama baik dalam hukum positif di Indonesia dapat 





kejahatan di dunia maya. Dengan kata lain pemerintah Indonesia 
melalui kewenangannya sudah bertindak baik dalam melindungi hak-
hak dari warga negaranya dengan membuat regulai terkait 
pelanggaran di bidang informasi dan transaksi elektronik.  
Dari beberapa kasus pelanggaran yang terjadi dalam dunia 
maya, aparat penegak hukum sudah dapat menjerat pelaku kejahatan 
ini kedalam pidana dengan menggunakan Undang-Undang yang sudah 
ada. Artinya, masyarakat baik orang pribadi, kelompok maupun 
pemerintah sudah dibantu dengan lahirnya Undang-Undang Informasi 
dan Transaksi Elektronik sebagai payung hukum terhadap 
pelanggaran yang terjadi dalam dunia maya.   
 
B. Implementasi Undang-Undang ITE Terhadap Kasus Pencemaran 
Nama Baik Walikota Tegal 
Negara sudah mengatur tentang Informasi dan Transasi Elektronik 
melalui Undang-Undang Nomor 19 Tahun 2016 tentang Perubahan Atas 
Undang-Undang Nomor 11 Tahun 2008, sehingga untuk menyampaikan 
pendapat melalui media internet telah diatur dalam Undang-Undang ini. 
Seperti yang sudah dijelaskan bahwa kebebasan berpendapat yang disalah 
artikan menjadi salah satu bagian Cybercrime. Sehingga dalam 
pergerakannya selalu dinamis dengan adanya perbedaan dan macam tipe 





Karenanya masyarakat modern saat ini sudah sangat menggantungkan 
hidup serta aktifitas keseharianya dengan gadget serta internet yang secara 
cepat dapat memberikan informasi secara mudah. Maka kaum-kaum fanatis 
yang beraliran ekstrim tidak ketinggalan untuk melakukan suatu terobosan 
baru di dunia maya dalam rangka untuk menghina, merendahkan, 
menjatuhkan orang lain  atau “Cybercrime” yang mana sasarannya untuk 
diinformasikan kepada masyarakat luas. Hal ini terbukti sangat efektif dan 
cepat, mengingat seluruh penjuru Indonesia sekarang hampir sudah 
terjangkau dengan perangkat internet, dan berbagai media sosial yang 
selama 24 jam tiada hentinya memberikan kabar berita. Para pelaku ini 
menggunakan perangkat elektronik sebagai sarana untuk melakukan tindak 
pidana dalam dunia maya44. 
Undang-Undang Nomor 19 Tahun 2016 tentang Perubahan Atas 
Undang-Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi 
Elektronik telah banyak menjerat pelaku kejahatan dunia maya. Salah satu 
contohnya di Kota Tegal, dua anggota LSM ditangkap dan ditetapkan 
sebagai tersangka oleh Unit Cyber Crime Direktorat Reserse Kriminal 
Khusus (Ditreskrimsus) Polda Jateng. Keduanya harus berurusan dengan 
pihak kepolisian karena postingannya di jejaring sosial Facebook. Mereka 
ditangkap karena mencemarkan nama baik Wali Kota Tegal, Siti Masitha45.  
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Dalam kronologi kasus pencemaran nama baik Walikota Tegal, bahwa 
pada bulan Februari 2014 sampai dengan bulan September 2014 terdakwa I 
Agus Slamet Bin Slamet Rahardjo dengan terdakwa II Komar Raenudin Bin 
Nur Cholid membuat postingan di media sosial facebook. Postingan tersebut 
berupa status (tulisan atau gambar), percakapan atau saling berkomentar 
antara terdakwa I Agus Slamet Bin Slamet Rahardjo dengan terdakwa II 
Komar Raenudin Bin Nur Cholid.  Dimana postingan terdakwa I Agus 
Slamet Bin Slamet Rahardjo dengan terdakwa II Komar Raenudin Bin Nur 
Cholid tersebut dapat diakses (dilihat) oleh umum (pengguna media sosial 
facebook yang lain) walupun pengguna fecebook tersebut tidak berteman 
dengan akun milik terdakwa I Agus Slamet Bin Slamet Rahardjo dengan 
terdakwa II Komar Raenudin Bin Nur Cholid. Postingan tersebut berisi 
penghinaan dan/atau pencemaran nama baik terhadap saksi Hj. Siti Masitha 
Soeparno selaku Walikota Tegal, saksi Amir Mirza Hutagalung, SE dan 
saksi Supriyanto anggota DPRD Kota Tegal.  Adapun postingan terdakwa I 
Agus Slamet Bin Slamet Rahardjo dengan terdakwa II Komar Raenudin Bin 




Upaya dalam penegakan hukum merupakan suatu proses untuk 
mewujudkan keinginan-keinginan hukum menjadi kenyataan. Keinginan 





Undang untuk dirumuskan dalam peraturan-peraturan hukum. Perumusan 
pikiran pembuat hukum dituangkan dalam peraturan hukum yang nantinya 
menentukan bagaimana penegakan hukum itu dijalankan. Pada 
kenyataannya proses penegakan hukum memuncak pada pelaksanaannya 
oleh para pejabat penegak hokum46.  
Aparat penegak hukum di Indonesia adalah hakim, jaksa dan polisi. 
Hakim adalah salah satu aparat penegak hukum yang melaksanakan suatu 
sistem peradilan yang mempunyai tugas untuk menerima dan memutus 
perkara dengan seadil-adilnya. Artinya hakim adalah pejabat yang 
melakukan kekuasaan kehakiman47. Dalam rangka penegakan hukum di 
Indonesia tugas hakim adalah menegakan hukum dan keadilan melalui 
perkara-perkara yang dihadapkan kepadanya. Jaksa adalah aparat penagak 
hukum yang merupakan pejabat fungsional yang diberikan wewenang oleh 
Undang-Undang dan pelaksaan putusan pengadilan48. Selanjutnya adalah 
polisi, sebagai penegak hukum dituntut melaksanakan profesinya secara 
baik dengan dilandasi etika profesi. Etika profesi tersebut berpokok pangkal 
pada ketentuan yang menentukan peranan polisi sebagai penegak hukum. 
Sehingga polisi dituntut untuk melaksanakan profesinya dengan adil dan 
bijaksana, serta mendatangkan keamanan dan ketentraman.  
Penegakan hukum selalu akan melibatkan manusia di dalamnya, 
dengan demikian hal tersebut berkaitan dengan tingkah laku manusia 
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didalamnya. Hukum tidak bias dan tegak dengan sendirinya, akan tetapi 
melibatkan aparat penegak hukum. Dalam mewujudkan tegaknya hukum 
harus dengan Undang-Undang, sarana, dan kultur, sehingga hukum dapat 
ditegakkan dengan seadil-adilnya sesuai dengan cita-cita hukum itu sendiri.  
Hal ini menunjukan bahwa tantangan yang dihadapi oleh aparat 
penegak hukum bukan tidak mungkin sangatlah banyak. Penegak hukum 
tidak hanya dituntut untuk profesional dan tepat dalam menerapkan 
normanya. Tetapi juga dituntut untuk membuktikan kebenaran atas dakwaan 
kejahatan yang terkadang dipengaruhi oleh rangsangan dari perilakun 
masyarakat untuk sama-sama menjadi pelanggar hukum. Soerjono Soekanto 
mengatakan bahwa pokok penegakan hukum terletak pada faktor-faktor 
yang mempengaruhinya. Faktor-faktor tersebut, adalah sebagai berikut:49 
1. Faktor hukumnya sendiri, yaitu peraturan perUndang-Undangan yang 
berlaku di Indonesia. 
2. Faktor penegak hukum, yakni pihak-pihak yang membentuk maupun 
menerapkan hukum.  
3. Faktor sarana atau fasilitas yang mendukung penegakan hukum. 
4. Faktor masyarakat, yakni lingkungan dimana hukum tersebut berlaku 
atau diterapkan. 
5. Faktor kebudayaan, yakni sebagai hasil karya, cipta dan rasa yang 
didasarkan pada karsa manusia didalam pergaulan hidup. 
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Dari kelima faktor tersebut yang mana saling berkaitan erat antara satu 
dengan lainnya yang saling mempengaruhi. Kelima faktor tersebut dapat 
dikatakan sebagai esensi dari proses penegakan hukum, dan dapat dijadikan 
tolok ukur dari pada keefektifitasan penegak hukum di Indonesia. 
Karakteristik tindak pidana pencemaran nama baik dalam dunia maya 
berbeda dengan tindak pidana yang lain. Bentuk tindak pidana ini anatar 
yang satu dengan yang lain pun berbeda, hal tersebut dikarenakan modus 
operandi yang digunakan berbeda. Dengan demikian penegakan hukum 
dalam rangka untuk tindak pidana pencemaran nama baik dalam dunia maya 
di perlukan tahapan, meliputi tahap penyelidikan dan penyidikan 
memerlukan ketentuan khusus. Ketentuan khusus yang berkaitan dengan 
acara pidana yang terdapat dalam Undang-Undang Nomor 19 Tahun 2016 
tentang Perubahan Atas Undang-Undang Nomor 11 Tahun 2008 tentang 
Informasi dan Transaksi Elektronik adalah sebagai berikut : 
1. Diakuinya alat bukti elektronik yang berupa informasi elektronik dan 
dokumen elektronik sebagai alat bukti yang sah dalam pembuktian 
tindak pidana cybercrime.  
2. Adanya wewenang khusus yang diberikan kepada Pejabat Pegawai 
Negeri Sipil tertentu dilingkungan Pemerintah yang lingkup tugas dan 
tanggungjawabnya di bidang Teknologi Informasi dan Transaksi 
Elektronik sebagai penyidik.  
3. Adanya kewenagan penyidik, penuntut umum, dan hakim untuk 





elektronik mengenai data-data yang berhubungan dengan tindak 
pidana, dengan tetap terikat terhadap privasi, kerahasiaan, dan 
kelancaran layanan publik, integritas data dan keutuhan data.  
4. Adanya wewenang terhadap penyidik untuk melakukan 
penggeledahan, penyitaan terhadap sistem elektronik yang terkait 
dengan dugaan tindak pidana harus dilakukan atas izin ketua 
pengadilan negeri setempat. Hal ini menghindari agar sistem 
elektronik tersebut tidak bisa dihapus oleh pelaku dan menghindari 
agar pelacakan pelaku berjalan cepat, sehingga jejak pelaku mudah 
untuk ditemukan. 
Pada kasus tindak pidana pencemaran nama baik yang terjadi di Kota 
Tegal, dengan Wali Kota Tegal sebagai korbannya yang dilakukan oleh dua 
orang anggota LSM dari kota Tegal. Pelakunya didakwa oleh Jaksa 
Penuntut Umum dengan pencemaran nama baik menggunakan Undang-
Undang ITE. Berikut ini dakwaan yang di ajukan oleh Jaksa Penuntut 
Umum dalam sidang di Pengadilan Negeri Kota Tegal, ialah sebagai 
berikut: 
Dakwaan Pertama: Perbuatan terdakwa I Agus Slamet bin Slamet 
Rahardjo dengan terdakwa II Komar Raenudin bin Nur Cholid 
sebagaimana diatur dan diancam pidana dalam Pasal 45 ayat (1) Jo. 
Pasal 27 ayat (3) UU No. 11 Tahun 2008 tentang Informasi dan 
Transaksi Elektronik Jo. Pasal 55 ayat (1) ke-1 KUHP50. 
                                                   





Dakwaan Kedua: Perbuatan terdakwa I Agus Slamet bin Slamet Rahardjo 
dengan terdakwa II Komar Raenudin bin Nur Cholid sebagaimana 
diatur dan diancam pidana dalam Pasal 311 ayat (1) KUHP Jo. Pasal 
316 KUHP Jo. Pasal 55 ayat (1) ke-1 KUHP.  
DakwaanKetiga: Perbuatan terdakwa I Agus Slamet bin Slamet Rahardjo 
dengan terdakwa II Komar Raenudin bin Nur Cholid sebagaimana 
diatur dan diancam pidana dalam Pasal 310 ayat (1), (2) KUHP Jo. 
Pasal 316 KUHP Jo. Pasal 55 ayat (1) ke-1 KUHP. 
Dari surat dakwaan yang diajukan Jaksa Penuntut Umum kepada 
terdakwa pencemaran nama baik terhadap Wali Kota Tegal, dapat dilihat 
pada poin pertama penerapan Undang-Undang Nomor 19 Tahun 2016 
tentang Perubahan Atas Undang-Undang Nomor 11 Tahun 2008 tentang 
Informasi dan Transaksi Elektronik yaitu pada Pasal 45 ayat (1) Juncto 
Pasal 27 ayat (3). Berikut ini bunyi pasal pencemaran nama baik yang 
dilakukan di media elektronik dalam Undang-Undang ITE adalah sebagai 
berikut: 
Pasal 45 ayat (1), Undang-Undang Nomor 19 Tahun 2016 
“Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam Pasal 
27 ayat (1), ayat (2), ayat (3), atau ayat (4) dipidana dengan pidana 
penjara paling lama 6 (enam) tahun dan/atau denda paling banyak 







Pasal 27 ayat (3), Undang-Undang Nomor 19 Tahun 2016 
 “Setiap Orang dengan sengaja dan tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik 
dan/atau Dokumen Elektronik yang memiliki muatan penghinaan dan/atau 
pencemaran nama baik.” 
Berdasarkan tindak pidana yang dilakukan terdakwa pencemaran 
nama baik kepada Wali Kota Tegal serta dari bukti-bukti dan saksi-saksi 
yang ada. Perbuatan terdakwa pencemaran nama baik kepada Wali Kota 
Tegal telah memenuhi unsur-unsur yang terdapat dalam Pasal 27 ayat (3) 
Undang-Undang Nomor 19 Tahun 2016 tentang Perubahan Atas Undang-
Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi Elektronik. 
Unsur-unsur dalam Pasal 27 ayat (3), adalah sebagai berikut :  
1. Unsur “Setiap Orang”  
Dalam Kitab Undang-Undang Hukum Pidana (KUHP) tidak 
ditemukan secara spesifik pengertian mengenai kata “setiap orang” 
namun dalam pasal 2, pasal 3, pasal 4 dan lainnya dalam KUHP 
maksud kata “setiap orang” adalah menunjukan subjek hukum orang 
dalam pengertian logis;  
2. Unsur “Dengan sengaja dan tanpa hak” 
Unsur sengaja dan tanpa hak merupakan suatu kesatuan yang dalam 
tataran penerapan hukum harus dapat dibuktikan oleh penegak hukum. 
Unsur “dengan sengaja” dan “tanpa hak” berati pelaku 





dilakukan tanpa hak. Dengan kata lain pelaku secara sadar 
menghendaki dan menghendaki bahwa perbuatannya menyebarkan 
berita bohong dan menyesatkan yang mengakibatkan kerugian 
konsumen dalam Transaksi Elektronik;  
Dalam teori hukum pidana Indonesia kesengajaan itu ada tiga 
macam, yaitu :  
a. Kesengajaan yang bersifat tujuan, bahwa dengan kesengajaan 
yang bersifat tujuan, si pelaku dapat dipertanggungjawabkan 
dan mudah dapat dimengerti oleh khalayak ramai. Apabila 
kesengajaan seperti ini ada pada suatu tindak pidana, si pelaku 
pantas dikenakan hukuman pidana. Karena dengan adanya 
kesengajaan yang bersifat tujuan ini, berati si pelaku benar-
benar menghendaki mencapai suatu akibat yang menjadi pokok 
alasan diadakannya ancaman hukuman ini; 
b. Kesengajaan secara keinsyafan, kepastian kesengajaan ini apa 
bila si pelaku, dengan perbuatnnya tidak bertujuan untuk 
mencapai akibat yang menjadi dasar dari delik, tetapi ia tahu 
benar bahwa akibat itu pasti akan mengikuti perbuatan itu; 
c. Kesengajaan secara keinsyafan kemungkinan, kesengajaan ini 
yang terang-terang tidak disertai bayangan suatu kepastian akan 
terjadi akibat yang bersangkutan, melainkan hanya dibayangkan 





3. Unsur “Mendistribusikan dan/atau mentransmisikan dan/atau 
membuat dapat diaksesnya”  
Mendistribusikan adalah tindakan seseorang untuk 
menyebarluaskan suatu Informasi Elektronik atau Dokumen 
Elektronik kepada orang lain dalam jumlah banyak, tindakan 
memposting suatu tulisan atau gambar pada Facebook, Twitter, 
termasuk dalam aktivitas mendistribusikan, karena pihak yang 
mendistribusikan tidak mengetahui siapa saja yang membaca tulisan 
atau gambar tersebut; 
Mentransmisikan adalah tindakan seseorang mengirimkan 
suatu informasi elektronik atau dokumen elektronik kepada pihak lain 
yang diketahui persis akan menerimanya. Contoh: mengirimkan e-
mail kepada alamat e-mail tertentu atau mengirimkan SMS kepada 
nomor handphone tertentu; 
Membuat dapat diakses adalah tindakan seseorang terhadap 
sistem elektronik, yang menyebabkan suatu informasi elektronik dapat 
diakses orang lain. Contoh menyediakan link atau tautan pada sebuah 
website sehingga orang lain dapat mengakses ke tautan tersebut. 
Contoh lain adalah memberikan kode akses kepada orang lain untuk 
masuk ke dalam suatu sistem elektronik;  
4. Unsur “Informasi Elektronik dan/atau Dokumen Elektronik”  
Informasi Elektronik menurut pasal 1 angka (1) UU RI Nomor 





termasuk tetapi tidak terbatas pada tulisan, suara, gambar, peta, 
rancangan, foto, electronic data interchange (EDI), surat elektronik 
(elektronik mail), tetegram, teleks, telecopy atau sejenisnya, huruf, 
tanda angka, kode akses, simbol, atau profesi yang telah diolah yang 
memiliki arti atau dapat dipahami oleh orang yang mampu 
memahaminya; 
Dokumen Elektronik menurut pasal 1 angka 4 Undang-Undang 
Nomor 19 Tahun 2016 tentang Perubahan Atas Undang-Undang 
Nomor 11 Tahun 2008 tentang Informasi dan Transaksi Elektronik 
dalah setiap Informasi Elektronik yang dibuat, diteruskan, dikirimkan, 
diterima, atau disimpan, dalam bentuk analog, digital, 
elektromagnetik, optikal, atau sejenisnya, yang dapat dilihat, 
ditampilkan, dan/atau didengar melalui komputer atau sistem 
elektronik, termasuk tetapi tidak terbatas pada tulisan, suara, gambar, 
peta, rancangan foto atau sejenisnya, huruf, tanda, angka, kode, akses, 
simbol atau perforasi yang memiliki makna atau arti yang dapat 
dipahami oleh orang yang mampu memahaminya;  
5. Unsur “Yang memiliki muatan penghinaan dan atau pencemaran nama 
baik” 
Pencemaraan nama baik terkait dengan Kehormatan dan Nama 
Baik seseorang. Kehormatan adalah perasaan terhormat seseorang di 
mata masyarakat atau publik. Setiap orang memiliki hak untuk 





kehormatan berati melakukan perbuatan menurut penilaian secara 
umum menyerang kehormatan seseorang. Rasa hormat dan perbuatan 
yang termasuk kategori menyerang kehormatan seseorang ditentukan 
menurut lingkungan masyarakat di mana perbuatan tersebut 
dilakukan. Nama baik adalah penilaian baik menurut anggapan 
umum tentang tindak-tanduk (perilaku atau kepribadian) seseorang 
dari sudut moralnaya. Nama baik seseorang selalu dilihat dari sudut 
orang lain, yakni moral atau kepribadian yang baik, sehingga 
ukurannya ditentukan berdasarkan penilaian secara umum dalam suatu 
masyarakat tertentu di tempat mana perbuatan tersebut dilakukan dan 
konteks perbuatannya telah terpenuhinya unsur-unsur perbuatan 
tindak pidana pencemaran nama baik yang dilakukan dua orang 
terdakawa dari salah satu LSM Kota Tegal terhadap Wali Kota Tegal. 
Dengan demikian Jaksa Penuntut Umum berhak mengajukan tuntutan 
pidana terhadap terdakwa di Pengadilan dikarenakan telah memenuhi sarat 
dan ketentuan berdasarkan Undang-Undang yang ada. Sehingga terdakwa 
dijatuhi pidana dalam kasus pencemaran nama baik kepada Wali Kota 
Tegal, berikut ini putusan Pengadilan Negeri Kota Tegal dalam perkara 
pencemaran nama baik, adalah sebagai berikut :   
1. Menyatakan Terdakawa I Agus Slamet bin Slamet Rahardjo dan 
Terdakwa II Komar Raenudin bin Nur Cholid terbukti secara sah dan 
meyakinkan bersalah melakukan tindak pidana “bersama-sama dengan 





yang memiliki muatan penghinaan dan pencemaran nama baik” 
sebagaimana dalam dakwaan Pertama Penuntut Umum; 
2. Menjatuhkan pidana terhadap para terdakwa tersebut di atas dengan 
pidana penjara masing-masing selama 8 (delapan) bulan dikurangi 
selama para terdakwa berada dalam tahanan, dan denda masing-
masing sebesar Rp2.000.000,- (dua juta rupiah) subsidair masing-
masing 2 (dua) bulan kurungan; 
3. Menyatakan barang bukti sebagaimana di bawah ini : 
a. Barang bukti berupa : 
1) 1 (satu) laptop Samsung warna hitam Model Code 
NP300E4X-TQ21D berikut alat untuk koneksi internet 
yaitu 1 (satu) modem prolink Model No. PHS300 berikut 
dengan Sim Card Axis IC C ID 89620871031 1454502-4 
(disita dari Terdakwa I Agus Slamet); 
2) 1 (satu) Black Berry 9800 Imei 12R MX31 00705233 PIN 
26FCC B50 (disita dari Terdakwa II Komar Raenudin); 
3) 1 (satu) Hand Phone Samsung Galaxy Core 2 Model SMG 
355h/DS, IMEI 354876/06 10 8567/1 dan 
354877/06/108567/9 (disita dari Terdakwa II Komar 
Raenudin); 







b. Barang bukti berupa : 
1) 1 (satu) HP Samsung Champ 2 (duos) warna putih dua 
simcard model: GT-C3330 imei 356785/05/03 65 49/9 dan 
imei 356786/05/036549/7 berikut sim card Indosat IC C 
ID 8962 0130000737637837(00) dan Sim Card Indosat IC 
C ID 62016 000150702583 (disita dari Terdakwa I Agus 
Slamet), dikembalikan kepada Terdakwa I Agus Slamet; 
c. Barang bukti berupa : 
1) 1 (satu) Laptop Accer Aspire 4740; 1 (satu) modem Axis 
warna putih dan ungu berikut Sim Card Provider 3 IC C 
ID 89628990005709047636; dan 1 (satu) modem 
Mavimax warna hitam (disita dari Terdakwa II Komar 
Raenudin), dikembalikan kepada Terdakwa II Komar 
Raenudin; 
4. Membebankan biaya perkara kepada para terdakwa masing-masing 
sebesar Rp5.000,- (lima ribu rupiah)51 
Berdasarkan putusan Pengadilan Negeri Kota Tegal tentang perkara 
tindak pidana pencemaran nama baik di media sosial dengan korbannya 
Wali Kota Tegal, dapat dilihat bahwa Undang-Undang ITE saat ini sudah 
dapat digunakan untuk memidanakan pelaku kejahatan dunia maya. 
Pelaksanaan dari implementasi Undang-Undang Nomor 19 Tahun 2016 
tentang Perubahan Atas Undang-Undang Nomor 11 Tahun 2008 tentang 






Informasi dan Transaksi Elektronik dapat diterapakan pada kasus 
cybercrime yang terjadi di Kota Tegal. Yaitu tindak pidana pencemaran 
nama baik yang di lakukan dua orang anggota LSM terhadap Wali Kota 
Tegal melalui media sosial.  
Dengan kata lain upaya hukum untuk melindungi masyarakat, 
kelompok dan pemerintah dari kejahatan dunia maya yang makin meningkat 
seiring dengan kemajuan teknologi informasi saat ini. Dengan adanya 
Undang-Undang ITE sebagai payung hukum bagi kejahatan pencemaran 
nama baik, sehingga dapat memberikan rasa aman bagi masyarakat. Serta 
menjadi ancaman bagi para peleku tindak pidana kejahatan pencemaran 

















Berdasarkan hasil penelitian dan pembahasan yang telah dilakukan 
oleh peneliti, maka kesimpulannya yaitu : 
1. Pengaturan tindak pidana Cybercrime dalam hukum positif di 
Indonesia dapat digunakan sebagai payung hukum untuk 
memidanakan pelaku kejahatan Cybercrime. Dengan kata lain 
pemerintah Indonesia melalui kewenangannya sudah bertindak baik 
dalam melindungi hak-hak dari warga negaranya dengan membuat 
regulai terkait pelanggaran di bidang informasi dan transaksi 
elektronik. Pelanggaran atau kejahatan yang terjadi di dunia maya, 
dapat ditindak oleh aparat penegak hukum dengan menjerat pelaku 
kejahatan Cybercrime kedalam pidana dengan menggunakan Undang-
Undang yang sudah ada saat ini. Artinya, masyarakat secara pribadi, 
kelompok maupun pemerintah sudah dibantu dengan lahirnya 
Undang-Undang ITE sebagai payung hukum terhadap pelanggaran 
yang terjadi di dunia maya.  
2. Berdasarkan putusan Pengadilan Negeri Kota Tegal tentang perkara 
tindak pidana pencemaran nama baik di media sosial dengan 
korbannya Wali Kota Tegal, dapat dilihat bahwa Undang-Undang ITE 





Cybercrime. Dengan kata lain implementasi Pasal 45 ayat (1) Juncto 
Pasal 27 ayat (3) Undang-Undang Nomor 19 Tahun 2016 Tentang 
Perubahan Atas Undang-Undang Nomor 11 Tahun 2008 tentang 
Informasi dan Transaksi Elektronik dapat diterapakan pada kasus 
Cybercrime yang terjadi di Kota Tegal. Denagan adanya Undang-
Undang ITE yang saat ini menjadi payung hukum bagi kejahatan 
Cybercrime di Indonesia sudah dapat memberikan rasa aman bagi 
masyarakat khususnya Kota Tegal. Serta menjadi ancaman bagi para 
peleku tindak pidana kejahatan Cybercrime di Indonesia. 
 
B. Saran 
Berdasarkan pada uraian diatas, maka peneliti dapat memberikan 
saran-saran sebagai berikut : 
1. Perlunya penambahan regulasi dalam penerapan hukum agar 
memaksiamalkan kinerja aparat penegak hukum serta kemajuan 
teknologi yang terjadi saat ini harus diimbangi dengan lahirnya aturan 
hukum, sehingga masyarakat bisa merasa aman. 
2. Undang-Undang ITE yang ada saat ini masih perlu dikaji, agar dalam 
proses penerapannya lebih mengutamakan keadilan dan kepastian 
hukum serta pentingnya memberikan sosialisasi kepada masyarakat 
agar lebih bijak dalam menggunakan media elektronik, sehingga tidak 
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