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i i i i i l d 2006
           
• Repos tor o  nst tuc ona  crea o en  .
• El Dipòsit Digital de Documents (DDD) de la UAB                 
es el 2º de España y el 19º del mundo en el 
ranking de repositorios.
(fuente: Ranking web de repositorios, 2015. http://repositories.webometrics.info/es)
El S i i d Bibli d l UAB i i é•   erv c o  e  otecas  e  a   t ene  nter s 
en mejorar la calidad de sus servicios digitales.
¿Cumple el DDD con los niveles mínimos de seguridad y fiabilidad–                      
informática?
– ¿La gestión actual asegura la sostenibilidad del repositorio?
http://ddd.uab.cat
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Un camino de mejora
Punto de partida: las auditorías son un instrumento para
     
                 
evaluar el funcionamiento de un servicio y para su 
planificación.
• 2000‐ . Evaluación del sistema de calidad de todos los 
servicios prestados por la biblioteca, según la norma ISO 
9000.
• 2011‐2013. Evaluación centrada en la seguridad 
i f áti d l it i b d l En orm ca  e  repos or o,  asa a en e   squema 
Nacional de Seguridad (ENS).
• 2014 2015 Evaluación del repositorio siguiendo las‐ .      ,     
directrices de la norma ISO 16363, de auditoría y 
certificación de repositorios digitales de confianza.
Posibles niveles de análisis     
• Listas (checklists) de requerimientos
• Análisis de riesgos informáticos         
• Autoinformes de auditoría 
• Auditorías de seguridad informática
Certificación externa–  
La norma ISO 16363:2012     
• Para repositorios dignos de confianza
• Es un sistema de auditoría y certificación           
• Es maximalista
¿Qué hemos analizado?     
Infraestructura organizativa
– Viabilidad de la institución
– Estructura organizativa y personal
Marco normativo y sistemas de rendición de–              
cuentas
ibilid d ó i– Sosten a  econ m ca
– Contratos y licencias
¿Qué hemos analizado?
Gestión de objetos digitales (modelo OAIS)
     
         
• Ingesta. Adquisición
• Gestión de contenidos
• Planificación de la preservación
• Gestión del acceso

¿Qué hemos analizado?     
Infraestructuras y gestión de riesgos de 
seguridad
– Riesgos de las infraestructuras técnicas
Gestión de seguridad–    
Resultados
• Representación del modelo OAIS del repositorio de la UAB. Mapa 
global de procesos.
C t l á d t ll d d l i f àti• on ro  m s e a a o e  os procesos n orm cos.
• Validación de las decisiones técnicas que se habían ido tomando a 
lo largo del tiempo      .
• Necesidad de elaborar un plan de preservación.
• Buscar el apoyo institucional con su aprobación por la Comisión de acceso                       
abierto.
• Hacer revisiones periódicas.
• Creación de un wiki que documenta el sistema.
• Adopción de rutinas periódicas de seguimiento y de evaluación.
Resultados
El futuro 
• Elaborar e implementar el plan de 
preservación.
• Mejorar la documentación del sistema.
• Mantener indicadores y alertas de 
funcionamiento.
• Programar evaluaciones periódicas.
Conclusiones
Las auditorías son una buena herramienta para 
diagnosticar el funcionamiento real de un           
repositorio.
• Facilitan la planificación de las acciones de mejora.
• Afloran problemas ocultos.
• Aparecen tensiones ocultas entre departamentos        .
Muito obrigado!
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