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Actuellement	 l’approche	 audit	 contrôle	 concerne	 la	 maîtrise	 de	 l’organisation	 et	 la	
fiabilité	du	reporting	financier	des	entreprises.		
Les	 actifs	 intangibles	 valorisés	 selon	 les	 normes	 internationales	 sont	 particulièrement	
sensibles	aux	manipulations	et	aux	attaques	internes	ou	externes.		













- les	 enjeux	 de	 l’intégration	 facteurs	 techniques,	 facteurs	 humains	 et	
organisationnels	(juridiques,	managériaux,	culturels…	)	
	
Nous	 illustrerons	 notre	 présentation	 par	 des	 exemples	 issus	 des	 domaines	 de	
l’aérospatial	et	de	l’audit.		
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