Teknik Informatika : Soal UAS Kriptografi by -, Universitas Dian Nuswantoro
     
\ 
    
 
     
 
     
 
 









Jawablah dengan TELITI, BENAR, SINGKAT dan JELAS. Dilarang menggunakan 
kalkulator 
 
1.  Soal 1 : [Nilai : 25 Poin] 
 
Diketahui  
a. Plaintext : 
CF59B416 kunci : E   
Tentukan ciphertext dari plaintext tersebut menggunakan teknik block cipher ECB  
 
b. Plaintext  : A8D7   
 Kunci : 4  
 IV : 6  
 Tentukan ciphertext dari plaintext tersebut menggunakan teknik block cipher CBC  
2. Soal 2 : [Nilai : 15 Poin] 
 Jelaskan tentang isu dan solusi yang menjadi perdebatan kontroversial menyangkut 
 keamanan algoritma DES.  
3. Soal 3 : [Nilai : 15 Poin] 
Buatlah table macam-macam varian AES dilengkapi dengan panjang kunci, 
ukuran blok dan jumlah putarannya. 
 
4.  Soal 4 : [Nilai : 30 Poin] 
 
Seorang anggota agen badan intelegen CIA akan mengirim pesan berupa “dei” 
menggunakan algoritma RSA, dengan diketahui :  
p = 5 dan q = 7,  
e = 5  yang merupakan bilangan relatif prima dengan hasil (p-1)(q-1)=  (n) 
 
Tentukan kunci publik & kunci privatnya terlebih dahulu,  
Lalu konversikan pesan plainteks tersebut ke ASCII (sesuai table di bawah ini). 
Hasil konversi ke ASCII, pecahlah blok plaintext tersebut menjadi 2 digit lalu 
tentukan hasil akhir cipherteksnya.






























































Jawablah dengan TELITI, BENAR, SINGKAT dan JELAS. Dilarang menggunakan 
kalkulator 
 
1.  Soal 1 : [Nilai : 25 Poin] 
 
Diketahui  
a. Plaintext : 
DB74F329 kunci : A   
Tentukan ciphertext dari plaintext tersebut menggunakan teknik block cipher ECB   
b. Plaintext  : E5C8   
Kunci : 3 
IV : 7 
Tentukan ciphertext dari plaintext tersebut menggunakan teknik block cipher CBC 
 
 
2. Soal 2 : [Nilai : 15 Poin] 
 Gambarkan skema global dari algoritma DES disertai dengan keterangan prosesnya 
3. Soal 3 : [Nilai : 15 Poin] 
 Jelaskan spesifikasi algoritma Rijndael.    
4. Soal 4 : RSA sulit [Nilai : 30 Poin] 
 
Seorang anggota agen badan intelegen CIA akan mengirim pesan berupa “die” 
menggunakan algoritma RSA, dengan diketahui :  
p = 5 dan q = 7,  
e = 5  yang merupakan bilangan relatif prima dengan hasil (p-1)(q-1)=  (n) 
 
Tentukan kunci publik & kunci privatnya terlebih dahulu,  
Lalu konversikan pesan plainteks tersebut ke ASCII (sesuai table di bawah ini). 
Hasil konversi ke ASCII, pecahlah blok plaintext tersebut menjadi 2 digit lalu 
tentukan hasil akhir cipherteksnya. 
5.  Soal 5 : [Nilai : 15 Poin]  
Jelaskan perbedaan LSB dan EoF. 
 
TABEL ASCII 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
