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На сьогодні одним із найбільш поширених методів біометричної автентифікації є 
сканування відбитків пальців рук [1, 2]. Одночасно з розвитком технологій розпізнавання 
відбитків зростає і потреба в захисті від несанкціонованого доступу. Дактилоскопічне 
дослідження – одне з найдавніших і разом з тим найефективніших досліджень, яке 
дозволяє автентифікувати особу. Зараз на ринку є кілька видів дактилоскопічних сенсорів:  
термальний, оптичний, радіочастотний, ультразвуковий, напівпровідниковий та сканер, 
який вимірює тиск. У мобільних технологіях найчастіше використовують оптичний 
сканер, який є дешевим та простим у реалізації. Він працює методом фотографування 
пальця з роздільною здатністю до 1200 dpi. У смартфонів із цими оптичними сканерами 
досить часто відбуваються збої через забруднення сенсора або пальців людини. Разом з 
тим, такі оптичні сканери найлегше обманути. Щоб їх вдосконалити, необхідні 
дослідження способів фальсифікації. 
Робота з виготовлення сфальсифікованих відбитків є досить кропітка та потребує 
певних знань і практичних навиків на різних етапах. Найоптимальнішим та 
найнадійнішим вважають виготовлення відбитка за допомогою фотополімеру, який у 
рідкому стані піддається світловому впливу з довжиною хвилі близько 365 нм , при цьому 
засвічені зони мономера полімеризуются, що в свою чергу дає нам змогу провести дослід. 
Внаслідок декількох спроб вдалося отримати позитивний результат з чіткими та 
рельєфними папілярними візерунками. Розвиток досліджень дозволить запропонувати  
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