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Družbena potreba po izkazovanju istovetnosti posameznika je botrovala razvoju 
identifikacijskih rešitev. Razvoj tehnologij, ki se uporabljajo za postopke identifikacije,  
predvsem informacijskih tehnologij, je povečal učinkovitost in s tem uporabnost 
identifikacijskih rešitev. Z njihovo uporabnostjo se povečuje tudi njihova uporaba oziroma 
število delujočih identifikacijskih sistemov znotraj obstoječih družbenih ureditev.  
Namen diplomskega dela je predstaviti različna sredstva in metode identifikacijskih rešitev 
ter tehnologije, na katerih temeljijo v povezavi z zgodovinskim in trenutnim stanjem 
uporabe v sistemih javne uprave. S podrobnejšim pregledom identifikacijskih rešitev in 
njihove trenutne uporabe v sistemih javne uprave pridobimo sliko trenutnega stanja, s 
primerjavo različnih identifikacijskih metod pa smernice nadaljnjega razvoja oziroma 
izhodišča in zaključke glede ustreznih rešitev. 
Cilja naloge sta, na podlagi pregleda praktičnega primera organizacije javne uprave, 
opozoriti na problem nepovezanosti obstoječih identifikacijskih rešitev v uporabi in na 
neskladja pri uvajanju različnih rešitev v sisteme javne uprave, kar v večini primerov vodi 
v višje stroške uvajanja in vzdrževanja sistemov ter predstaviti morebitno rešitev v obliki 
enotne strategija na področju identifikacije v javni upravi, ki bi izdatno pripomogla pri 
poenotenju obstoječih rešitev oziroma uvajanju učinkovitejših sistemov temelječih na 
novejši tehnologiji. 
 
Ključne besede: identifikacija, javna, uprava, listine, istovetnost, tehnologija.  
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SUMMARY 
IDENTIFICATION SOLUTIONS IN PUBLIC ADMINISTRATION 
Social need for identity disclosure of the individual has influenced the development of 
identification solutions. Development of Technologies used for identification procedures, 
especially information technologies, increased efficiency and thus the usefulness of 
identification solutions. Their usefulness is also increasing their use or the number of 
active identification systems within the existing social order. 
 
Purpose of the thesis is to present different means and methods of identification solutions 
and technologies on which they are based on in conjunction with the historical and 
current state of the systems used in public administration. With a more detailed overview 
of identification solutions and their current use in the systems of public administration, we 
get a picture of the current situation. By comparing different identification methods, we 
can define guidelines for further development and reach conclusions regarding the 
appropriate solutions. 
Objective of the thesis, based on the case study review of public administration 
organization, is to draw attention to the problem of  existing identification solutions in use  
that are not connected between each other and inconsistencies in the implementation of 
different solutions in the public administration systems, which in most cases lead to a 
higher costs of deployment and maintenance of systems. Objective is also to present 
possible solutions in the form of a uniform strategy in the field of identification in public 
administration that would extensively help in the unification of existing solutions and the 
introduction of more efficient systems based on the latest technology. 
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SEZNAM UPORABLJENIH KRATIC 
ADC  Automated Data Collection (avtomatično zbiranje podatkov) 
AIT  Automatic Identification Technology (tehnologija avtomatične identifikacije) 
CA  Certification Authority (organ za potrjevanje)  
DNK  Deoksiribonukleinska kislina 
EU  Evropska unija 
HF  High frequency (visoka frekvenca) 
ICAO  International civil aviation organization (mednarodna organizacija za civilno 
letalstvo)  
ID  Identifikacija, - ska, - ske, - ski  
ISO International Organization for Standardization (mednarodna organizacija za 
standardizacijo 
KB  kilobyte (kilobajt) 
LF  Low frequency (nizka frekvenca) 
MJU  Ministrstvo za javno upravo 
MLI  Multiple laser image (večdelni laserski zapis) 
NUK  Narodna univerzitetna knjižnica 
OCR-B  Optical Character Reader – Font B (optični čitalec pisave B) 
PIN  Personal identification number (osebna identifikacijska številka) 
PKI   Public key infrastructure (infrastruktura javnih ključev) 
RF  Radio frekvenca, radio frekvenčne  
RFID  Radio frequency identification (radio frekvenčna identifikacija)   
RS  Republika Slovenija 
SIGEN-CA Slovenian General Certification Authority (Izdajatelj kvalificiranih digitalnih 
potrdil overitelja na MJU) 
SIGOV-CA Slovenian Governmentral Certification Authority (Izdajatelj kvalificiranih 
digitalnih potrdil overitelja na MJU) 
UHF  Ultra high freqency (ultra visoka frekvenca) 
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1 UVOD 
Najširše gledano je izkazovanje oziroma dokazovanja pripadnosti, lastnosti in istovetnosti 
posameznika v naši družbi prisotno že od začetka združevanja ljudi v različne skupine. 
Skupine oziroma posamezniki so in bodo svojo pripadnost skupini izkazovali z uporabo 
barv, simbolov, slik in grbov. Identifikacija v smislu postopka razpoznave je tako prisotna 
že od samih začetkov naše družbe. Prav družbene ureditve so ustvarile potrebe po razvoju 
raznovrstnih načinov izkazovanja istovetnosti in s tem postopkov identifikacije.  
Fenomen identifikacijskih dokumentov ali listin kot načina identifikacije posameznika v 
tem pomenu besede lahko zgodovinsko opredelimo s strani potreb družbe. Prav potrebe 
družbe oziroma družbenega upravnega aparata po nadzoru nad prostim gibanjem, nad 
delom in delovno silo so botrovale k prvotnim zametkom osebne izkaznice. Kasneje, 
predvsem z razvojem avtomatske obdelave podatkov in računalnikov, pa je identifikacija 
kot način nadzora še pridobila na pomenu.  
Danes je pojem identifikacije izpostavljen predvsem v povezavi z varnostjo in vidikom 
varnosti. Potreba po učinkovitih identifikacijskih rešitvah je v luči terorizma v povezavi z 
migracijami in prostimi prehodi državnih mej še posebej razvidna.  
Razvoj tehnoloških in varnostnih rešitev je pripomogel k različnim načinom izkazovanja 
istovetnosti posameznikov. Klasični vizualni aspekt identifikacije dopolnjujejo tiskani 
varnosti elementi in hologrami, strojno berljivi elementi pa pripomorejo k avtomatični 
prepoznavi in preverjanju skladnosti. Zaradi hitrega razvoja tovrstnih tehnologij in potreb 
po vse večji ter hitrejši obdelavi podatkov prav strojno berljivi dokumenti omogočajo 
iskanje najustreznejših identifikacijskih rešitev v javni upravi.  
Moderne identifikacijske rešitve temeljijo predvsem na hitri in varni izmenjavi podatkov. 
Uvajanja brezstične tehnologije, biometričnih podatkov in/ali klasičnih pametnih kartic v 
povezavi s hitrim prenosom podatkov predstavljajo smernice izkazovanja istovetnosti v 
prihodnje.  
Naglost razvoja tehnologij in zajem velikih količin podatkov so problem, ki bi ga želel 
izpostaviti v tem diplomskem delu. Količina podatkov in njihovo medsebojno povezovanje 
je postalo skoraj neobvladljivo. Problem pomanjkljive obdelave podatkov in 
nepovezovanja se odraža v nepridobivanju informacij ali pridobivanju nepopolnih 
informacij. To vpliva tudi na pomanjkanje nadzora. S tem se vračamo na začetek k bolj 
aktualnim temam in tudi k prvotnim razlogom za uvedbo identifikacijskih dokumentov.  
V diplomskem delu so predstavljena sredstva in metode identifikacije ter tehnologije, na 
katerih temeljijo. Opisana in analizirana je uporaba sredstev za identifikacijo na primeru 
Mestne občine Ljubljana ter predlagana možna učinkovitejša rešitev s poenotenjem 
uporabe sredstev identifikacije. 
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Cilj naloge je opozoriti na problem nepoznavanja novosti na tem področju in s tem 
povezanih možnih rešitev ter neskladja pri uvajanju različnih rešitev v sisteme javne 
uprave, kar v večini primerov vodi v višje stroške uvajanja in vzdrževanja sistemov. 
Enotna strategija na področju identifikacije v javni upravi bi izdatno pripomogla pri 
poenotenju obstoječih rešitev oziroma uvajanju učinkovitejših sistemov, ki temeljijo na 
novejši tehnologiji.   
Postavljene so naslednje delovne hipoteze: 
 Identifikacija, ki temelji na novejših tehnologijah, omogoča učinkovito rešitev za 
preverjanje istovetnosti posameznika.  
 Pomankanje enotnih usmeritev identifikacijskih rešitev v javni upravi vodi v 
neučinkovitost.  
 Neučinkovitost obstoječih rešitev identifikacije se kaže predvsem v 
nepovezljivosti podatkovnih baz.  
V teoretičnem delu diplomske naloge, ki obsega drugo in tretje poglavje, je uporabljena 
deskriptivna metoda. Na podlagi domače in tuje literature ter internetnih virov je 
predstavljen razvoj identifikacijskih rešitev. Z metodo komparacije med različnimi 
rešitvami so podana izhodišča razvoja uporabe identifikacijskih rešitev v javni upravi.  
Teoretičnemu delu sledi empirični del, kjer je opisan primer uporabe različnih 
identifikacijskih rešitev na primeru Mestne občine Ljubljana. Ob koncu so podani predlogi 
za izboljšanje obstoječih rešitev, ki temeljijo na izhodiščnih podatkih in analizi obstoječega 
stanja uporabe identifikacijskih rešitev, z vključitvijo analize stanja predstavljenega 
praktičnega primera.  
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2 IDENTIFIKACIJSKE REŠITVE 
Postopke prepoznave na podlagi lastnih atributov posameznika imenujemo identifikacijski 
postopki. Te postopke lahko izvajamo na različne načine oziroma za njihovo izvajanje 
lahko uporabimo različne metode. Te metode se med seboj razlikujejo glede na 
uporabljena sredstva in tehnologije.  
Osebni dokumenti kot javne listine so družbeno najbolj poznana identifikacijska sredstva. 
Poleg njih poznamo še vrsto drugih sredstev identifikacije, katerih delovanje temelji na 
postopkih vizualne ali elektronske – strojne identifikacije, npr.: PIN koda, črtna koda, 
biometrične lastnosti posameznika, magnetna kartica itd. 
Implementacijo identifikacijskih metod v obliki zaključenih programskih ali strojnih rešitev 
ali sistemov za potrebe uvajanja novih ali izboljšanja obstoječih procesov organizacije v 
vnaprej načrtovani obliki imenujemo identifikacijski načrt oziroma identifikacijska shema. 
2.1 RAZLOGI ZA UVEDBO IDENTIFIKACIJSKIH SHEM 
Identifikacijske listine predstavljajo vrh identifikacijskega sistema, katerega jedro so zbirke 
oziroma baze podatkov. Identifikacijske sheme oziroma sistemi delujejo na podlagi 
obdelave, medsebojne primerjave in analize podatkov. Učinkovitost sistema tako 
predstavlja hitrost in natančnost obdelave teh podatkov. Rezultati obdelav se uporabljajo 
za različne namene. Z vidika javnega sektorja so podatki povezani predvsem z 
identifikacijo posameznika. Sredstva za izvajanje fizične identifikacije oziroma predhodno 
ugotavljanje istovetnosti posameznika pa poteka s pomočjo identifikacijskih listin.  
Pomembnost sistema za državo oziroma družbo lahko zaznamo že ob pregledu obstoječe 
domače zakonodaje. Tako Zakon o osebni izkaznici v 3. členu določa, da mora vsak 
državljan imeti pri sebi »Osebno izkaznico ali drug uradni identifikacijski dokument, na 
katerem so navedeni točni osebni podatki, na katerem fotografija izkazuje imetnikovo 
podobo in ki ni poškodovan oziroma obrabljen in ga na zahtevo uradne osebe, ki je po 
zakonu za to pooblaščena, mora dati na vpogled za preverjanje istovetnosti.«  
S preverjanjem istovetnosti se zagotavlja varnost, ki je uradno eden od pomembnejših 
razlogov za uvajanje identifikacijskih sistemov. Varnost posameznika in s tem družbe je 
odvisna od delovanja njenih organov (Anžič, 1997, str. 36). Ti pa za svoje učinkovito 
delovanje potrebujejo informacije. Na podlagi pridobljenih informacij se opravlja nadzor. 
Aktualnost družbene varnosti in varnosti posameznikov znotraj družbe je v zadnjih letih 
močno prisotna. Naraščanje števila in oblik terorističnih aktivnosti ter obsega migracijskih 
tokov je nazorno izpostavilo pomembnost identifikacije, identifikacijskih listin in 
identifikacijskih sistemov. Izpostavljeni pa so bili tudi problemi in pomanjkljivosti, 
povezane z njihovo uporabo oziroma neuporabo in pomanjkanjem takih rešitev. 
Ugotovimo lahko, da so razlogi za uvajanje identifikacijskih shem različni, pa vendar je 
svojem bistvu nadzor najpomembnejši element uvedbe vsakega identifikacijskega 
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sistema. Metode identifikacije in sledenja posameznikom, ki so se uporabljale že v 
srednjem veku, se, seveda tehnološko podprte in posledično učinkovitejše, izvajajo še 
dandanes. Nadzor nad delovno silo in s tem nad trgom dela je bil in še vedno je eden od 
najpomembnejših povodov za uvedbo ter razvoj identifikacijskih sistemov.  
Zgodovinsko gledano je zanimivo dejstvo, da vsaka uvedba novega, običajno še 
učinkovitejšega sistema, predstavlja globoko družbeno spremembo, ki pa s strani javnosti 
običajno ni kritično pospremljena oziroma sploh ni javno obravnavana. Pravzaprav lahko 
ugotovimo, da družba o delovanju identifikacijskih sistemov ne ve veliko ali pa se s tem 
ne ukvarja. O tem ni javnih debat, pobud za spremembo ali uvedbo novih sistemov. 
Posamezniki večinoma sprejemamo nadzor, ki je običajno posledica delovanja 
identifikacijskega sistema, kot nekaj samoumevnega, kar nam zagotavlja boljše, varnejše 
življenje. Očitno je izguba zasebnosti, ki jo povzroči poostren, učinkovitejši nadzor nekaj, 
kar smo pripravljeni sprejeti, da bi pridobili druge družbene koristi. Lahko bi zaključili z 
ugotovitvijo, da je identifikacijski sistem, ki temelji na identifikaciji posameznika, 
namenjen predvsem družbi oziroma zagotavljanju splošne družbene koristi. (Allonby, 
2009) 
2.1.1 ZGODOVINSKI RAZVOJ 
Združevanje ljudi v skupine prestavlja začetke družbenih ureditev. Z združevanjem, torej z 
začetki družbe, se razvije tudi občutek družbene pripadnosti, ki je prestavljal osnovo za 
razvoj identifikacije. Izkazovanje pripadnosti posameznikov z določenim načinom 
oblačenja, izpostavljanjem določenih barv, slikovnimi obeležbami ipd., je bilo prisotno v 
naši družbi od samih začetkov in bo tako ostalo tako tudi v prihodnje. Tako lahko 
definiramo družbeno potrebo po dokazovanju in izkazovanju istovetnosti posameznika kot 
vodilo za razvoj identifikacije in identifikacijskih rešitev.  
Na osnovi zgodovinskih raziskav je obdobje srednjega veka prineslo prve oblike uvedbe 
identifikacijskih listin. Zapisi z zgodnjega srednjega veka nakazujejo identifikacijo na 
podlagi osebnih značilnosti posameznika, kot so postava, obrazna mimika, barva kože, 
način oblačenja ipd. Poleg osebnih značilnosti so posamezniki v tem času svojo 
istovetnost izkazovali predvsem z uporabo simbolov, grbov in pečatov. Prav grbi in pečati 
so po nekaterih raziskavah osnova za razvoj kasnejših identifikacijskih rešitev. Zaradi 
svoje vloge so namreč morali biti podobni ostalim, ki so jih uporabljali drugi, da bi 
izkazovali socialni status uporabnika, in hkrati različni – unikatni za zagotavljanje 
identifikacije posameznika (Close, 2007). 
Pisma s priporočili in razni cerkveni in/ali državni certifikati, ki so jih uporabljali v tistem 
času, so bili zaradi možnosti enostavnih poneverb nezaupanja vredne listine. Takšne 
listine in zametki potnih listin, ki se začnejo pojavljati v petnajstem stoletju, predstavljajo 
prelomen trenutek v zgodovini razvoja identifikacijskih rešitev, saj je njihova uporaba 
obvezna za veliko število prebivalstva. Sredi šestnajstega stoletja so potni listi v nekaterih 
predelih Evrope že obvezni pri potovanju zaradi omejevanja in nadzora gibanja nekaterih 
skupin, kot so Romi, berači in razni najemniškimi vojaki brez zaposlitve (Close, 2007). 
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Navkljub uporabi in razvoju nekaterih ID rešitev lahko označimo kot pravega predhodnika 
današnjih sistemov identifikacije oziroma identifikacijskih listin Napoleonovo 
identifikacijsko izkaznico. 
Francoska revolucija je z ustanovitvijo Republike uvedla določene svoboščine za svoje 
državljane, kakršne v tistem času drugje v Evropi niso bile predstavljive. V procesu 
preoblikovanja družbene ureditve je Napoleon leta 1803 uvedel novo delavsko knjižico z 
osebnimi podatki nosilca. Njen osnovni namen je bil zniževanje oziroma kontroliranje 
višine delavskih plač s preprečevanjem selitev delavskega prebivalstva. Čeprav 
Napoleonov identifikacijski načrt ni popolnoma uspel, je močno prispeval k uveljavitvi 
identifikacijskih rešitev na ozemljih, ki so bila pod oblastjo Francoskega imperija (Allonby, 
2009).  
»Tudi po umiku Francoskih sil so države pogostokrat prevzele sisteme popisa in kontrole 
prebivalstva, ki jih je Napoleon uveljavil. Bile so preprosto preveč učinkovite, da bi jih 
opustili« (Allonby, 2009).  
Porast uporabe identifikacijskih dokumentov se v polnem razmahu pojavi med drugo 
svetovno vojno. Nacistična Nemčija je razvila sistem identifikacije, ki je bil strašljivo 
učinkovit in je vplival na kasnejši razvoj identifikacijskih sistemov po vsem svetu.  
Vzpon Nacistične identifikacijske sheme in tehnologij, potrebnih za uveljavitev le–te, so 
bile v veliki meri plod mednarodnega sodelovanja. V začetni fazi nacistične vzpostavitve 
sistemov kontrole prebivalstva je znatno pripomoglo predvsem sodelovanje med Nemčijo 
in Združenimi državami Amerike na področju genetskih raziskav in razvoja statistične ter 
računalniške obdelave podatkov.  
Nacisti so prav na podlagi identifikacije uspeli spremeniti Nemčijo zgodnjega dvajsetega 
stoletja iz ene najbolj demokratičnih, liberalnih narodov v centraliziran totalitarizem. Z 
uvedbo učinkovitega popisa prebivalstva in IDizkaznice (Volkskartei - ID card) so Nacisti 
uspeli ločevati Jude in ostale etične skupine ter nadzirati zaposlovanje in gibanje 
posameznikov, ki jim niso bili po godu. Svojo politiko terorja predvsem nad Judi in 
političnimi nasprotniki znotraj meja države, so gradili na učinkoviti identifikaciji 
posameznikov in skupin, ki ji je botroval sistem podatkov, ki je bil posledica popisa in 
spremljanja prebivalstva.  
Združevanje podatkov iz različnih registrov kot na primer zdravstvo, zavarovanje, socialno 
varstvo itd. v za to namenjen identifikacijski register ter v ta namen razvita računalniška 
obdelava podatkov sta omogočila Nacistom identifikacijo želenih osebkov in skupin. Na ta 
način so izločevali šibke in nezaželene člane ter skupine družbe in jih ločevali ali 
odstranjevali z javnega življenja. Iz tega vidimo, da je identifikacijski sistem, kot tudi vsi 
današnji identifikacijski sistemi, temeljil na dokumentarnem sistemu in učinkoviti obdelavi 
podatkov (Allonby, 2009).  
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Nacistična Nemčija je svoje metode identifikacije uvedla tudi v drugih državah, ki jih je 
okupirala. Kot v času Francoskega imperija je tudi po koncu druge Svetovne vojne večina 
držav, ki so bile okupirane, nemški identifikacijski sistem v določeni meri obdržala.  
V tem času sta tudi Velika Britanija (Slika 1) in Francija uvedli sistem obvezne 
identifikacije. Nacionalna ID-izkaznica je za vsakega državljana obvezna še danes. 
Identifikacijska shema, ki so jo uporabljali Kitajci v tem času, pa je bila na nek način 
povzeta po Napoleonovi shemi preprečevanja svobodnega trga dela in preseljevanja 
(Allonby, 2009).  
Slika 1: Nacionalna identifikacijska izkaznica Združenega kraljestva Velike Britanije  
 
Vir: Yelton (2012, str. 6) 
Navkljub današnji napredni tehnologiji se vzroki za uvedbo in vzdrževanje identifikacijskih 
sistemov niso spremenili. Prav tako se ni spreminjala vsebina sistemov. Razen tehnologij, 
ki omogočajo hitrejšo obdelavo podatkov, sistemi po vsebini in pomenu ostajajo 
pravzaprav enaki. Tendenca združevanja različnih registrov oziroma povezovanje le-teh z 
neko enotno številko občana ostaja kočni cilj popolnega identifikacijskega sistema.  
2.1.2 POLITIČNI VIDIK IDENTIFIKACIJSKIH SHEM 
Že v prejšnjem poglavju omenjam pomen identifikacijskih listin oziroma dokumentov za 
uvedbo in izvajanje identifikacijskega sistema. Predstavljajo vrh sistema, podkrepljenega z 
arhivi, registri oziroma bazami podatkov. Sistem si lahko poenostavljeno predstavljamo 
kot piramidalno shemo s koničastim vrhom, ki ga predstavlja identifikacijski dokument.  
Z razvojem identifikacijskih dokumentov se je izboljševala predvsem njihova učinkovitost. 
Klasične potne liste zamenjujejo nadgrajene verzije z integriranimi vezji – čipi, ki 
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vsebujejo biometrične podatke nosilca. Klasične papirne izkaznice nadomeščajo plastične 
ali polikarbonatne pametne kartice – izkaznice. Vse z namenom hitrejše in bolj natančne 
identifikacije nosilca listine.  
Elektronska oziroma e-osebna izkaznica ali elektronski potni list sta kot vrh novodobnega 
identifikacijskega sistema že vrsto let prisotna po celem svetu (Slika 2). Po nekaterih 
ocenah že več kot osemdeset odstotkov ljudi poseduje elektronsko ID-izkaznico. 
Elektronska ID-izkaznica je učinkovitejši identifikacijski dokument, kot so bili njenih 
predhodniki, saj zagotavlja shranjevanje podatkov, predvsem biometričnih, na strojno 
berljivi element izkaznice. Preverjanje teh podatkov, ki se nahajajo na izkaznici, je za 
izkazovanje istovetnosti velikega pomena. 
Čeprav z nekaj odpora, vendarle brez organizirane debate o smotrnosti uvajanja sistemov, 
ki omogočajo praktično popolni nadzor nad posameznikom, sisteme v okviru nacionalnih 
identifikacijskih shem uvajajo po celem svetu. (Allonby, 2009).  
Slika 2: Svetovni zemljevid uvedbe elektronskih ID dokumentov 
 
Vir: Tractis (2009) 
Dober primer uvedbe identifikacijske sheme in elektronske ID-izkaznice je primer 
Indijskega sistema Aadhaar (The Times of India, 2015). Uvedba elektronske izkaznice z 
namenom nadzora subvencioniranja oziroma prenosa socialnih transferjev in omogočanja 
direktne komunikacije med vlado ter državljani so glavni razlogi uvedbe največje 
identifikacijske sheme na svetu, ki je bila uradno potrjena s strani Indijskega parlamenta 
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letos. Sistem pokriva več kot petinšestdeset odstotkov Indijskega prebivalstva in velja za 
največji identifikacijski sistem na svetu  
Uvajanje identičnih ali vsaj zelo podobnih identifikacijskih shem v različnih državah 
vsepovsod po svetu v kratkem časovnem obdobju se globalizacijskim trendom navkljub 
zdi zelo nenaključno. Vprašanje naključja oziroma vzroka za uvajanje ID-shem se tako 
poraja ob vsaki novi predstavitvi sistema. Smiselni prehod na novi sistem oziroma 
sprememba obstoječega državnega identifikacijskega sistema bi glede na dosedanje 
prakse in različne potrebe, upoštevajoč različne razvojne stopnje, politične razmere, 
kulture držav, morala potekati postopoma v več letih oziroma v roku nekaj desetletij. 
Skoraj simultana uvedba podobnih ID-shem v različnih državah vsepovsod po svetu nas 
tako privede do vprašanja, kaj pravzaprav vpliva na odločitev državnih vodstev za 
uvajanje novih identifikacijskih shem. 
Odgovor lahko iščemo daleč od razlogov, ki jih za uvedbo novih ali prenovo obstoječih 
identifikacijskih sistemov navajajo vlade držav ali mednarodne organizacije. Zdi se, da so 
se oblasti vedno zavedale, da uvedba ID-rešitev ne bo ustavila terorizma, goljufij in 
organiziranega kriminala. Zagotavljanje varnosti je treba obravnavati glede na vire 
ogrožanja. Absolutne varnosti ni in prizadevanja za zagotavljanje le-te so nesmiselna 
(Anžič, 1997, str. 36). 
Prav tako ob nekaterih dogodkih v zadnjem času pomislimo, da je varnost posameznika in 
družbe kot razlog za uvedbo identifikacijskega sistema svoji legitimnosti navkljub 
zlorabljena s strani vladajočih državnih in mednarodnih struktur. Vse obsežnejša želja po 
nadzoru, enotna številka – identifikator za povezovanje podatkov med bazami, spominja 
na ID-shemo, ki so jo uporabljali Nemci v času druge svetovne vojne za identifikacijo 
svojih nasprotnikov. V poplavi uvajanja identifikacijskih shem vsepovsod po svetu, tudi v 
državah, ki po razvojni plati tehnološko niso primerne za uvedbo takšnih identifikacijskih 
sistemov, je čutiti nadnacionalni interes. Domnevo potrjujejo tudi nekateri dokumenti, kot 
na primer pismo namere, ki ga je država Uganda poslala mednarodnemu denarnemu 
skladu leta 2008 ali novejši, letošnji primer poročila Evropske komisije, ki predlaga 
uporabo nacionalnih identifikacijskih izkaznic za preverjanje istovetnosti ob uporabi 
spletnih socialnih mrež (Merrian, 2016). 
Digitalna sled, ki jo pušča uporabnik pri vsaki identifikaciji, transakciji v kombinaciji s 
podatki iz drugih baz, kot na primer zdravstvena, kazenska evidenca itd., bo eventualno 
omogočala še učinkovitejšo analizo podatkov in s tem uporabnika, ki bo posledično 
izgubljal na zasebnosti. Uporaba bančnih kartic je odličen primer, kako banke lahko 
spremljajo gibanje in navade svojega komitenta preko digitalne sledi v obliki transakcijskih 
logov.  
Zanimivo je, da se tehnologije, ki se postopoma uvajajo v moderne nacionalne 
identifikacijske sheme, prenašajo iz zasebnega sektorja. Primeri uspešnih, visoko 
učinkovitih identifikacijskih sistemov so v večji meri trgovinski sistemi zvestobe. Tudi v teh 
sistemih je v večini primerov za identifikacijo potreben identifikacijski dokument (običajno 
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kartica), ki trgovcu izkaže identiteto kupca. Kartice zvestobe delujejo prav tako kot naj bi 
na nacionalni ravni delovali naši ID-dokumenti. Povezujejo kupca preko skupnega 
identifikatorja (običajno številke) s podatki v bazi. V sistemih zvestobe to običajno pomeni 
spremljanje kupca in njegovih nakupovalnih navad. Učinkovitost delovanja trgovinskih 
sistemov zvestobe pa je vidna predvsem zaradi uporabe novih tehnologij. Visoki vložki 
trgovcev ID-sisteme so omogočili uporabo, do takrat še neizkoriščenih tehnologij za 
sledenje in spremljanje kupcev. Radiofrekvenčna identifikacija oziroma tehnologija 
prenosa podatkov po radiofrekvenci je predstavljala eno od tehnologij, uporabljenih za 
spremljanje kupcev in v nekaterih primerih tudi izdelkov. S tem so trgovci pridobivali 
podatke o ogledih izdelkov, ki niso bili kupljeni oziroma o izdelkih, ki so bili kupljeni. Vse 
te podatke pa lahko trgovec uporabi za učinkovito profiliranje posameznega kupca. Končni 
cilj trgovca je povečanje dobička. S posamičnim in skupinskim profiliranjem je razvil 
sistem, s katerim svoj cilj lažje doseže. 
Prenos tehnologij, kot je na primer radiofrekvenčna identifikacija, v sfero nacionalnih 
identifikacijskih listin je že aktualen. Integrirana vezja so že prisotna v večini naših 
dokumentov in v nekaterih primerih shranjujejo naše osebne in/ali biometrične podatke. 
Združevanje in obdelava podatkov, ki se obravnava kot cilj učinkovitega identifikacijskega 
sistema, je nevarna predvsem zaradi možnosti zlorabe sistema vladajoče elite. Takšne 
zlorabe sistemov so se in se še dogajajo, po navadi pod pretvezo varnosti. Grozljiv primer 
Ruande v devetdesetih letih je nazorno prikazal nevarnost zlorabe identifikacije za 
odstranjevanje nasprotnika. Lahko si samo predstavljamo razsežnost tragedije, v kolikor bi 
v tistem času v Ruandi bil v uporabi moderen, računalniško voden centralni register 
prebivalstva. (Allonby, 2009). 
Če je cilj trgovca povečan dobiček, bi lahko zaključili, da je cilj države nadzor. Nadzor nad 
državljani oziroma vsemi ljudmi na njenem teritoriju. Nevarnost pretiranega nadzora v 
demokratični družbi lahko označimo s pojmom Obrnjenega totalitarizma, kot ga definira 
politični filozof Sheldon S. Wolin. Upravljanje demokracije brez prisile oziroma brez videza, 
da bi nekaj bilo upravljano (Allonby, 2009). 
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3 TEHNOLOŠKE REŠITVE 
S pojavom prvih uradnih identifikacijskih dokumentov se pojavi tudi nevarnost njihovega 
ponarejanja. Prekrivanje in kraja identitete je skoz zgodovinski razvoj identifikacijskih 
rešitev vedno predstavljala motivacijo izdajateljev za nadaljnji razvoj varnostnih 
elementov in posledično tudi identifikacijskih tehnologij.  
3.1 RAZVOJ TEHNOLOGIJ IN VARNOSTNIH ELEMENTOV 
Vizualne zaščite identifikacijskih dokumentov so se pojavile že ob prvih izdajah 
dokumentov, ki bi lahko bili zlorabljeni. Prva rešitev za zaščito dokumentov, ki je bila 
splošno uveljavljena, je bila žigosanje in uporaba pečatov. Ponarejanje žigov in pečatov v 
tistih časih ni bilo enostavno in tako je bila metoda relativno učinkovita. Zanimivo je, da se 
je žigosanje navkljub enostavno zlorabi danes še vedno obdržalo kot način izkazovanja 
identitete oziroma kot varnostni element. Predvsem kot dodatek je žig ali tako imenovani 
pečatni odtis še dandanes del vsakega osebnega dokumenta. Nadaljnji razvoj varnostnih 
elementov je temeljil večinoma na uporabi posebnih materialov (papirjev, črnil itd.) in 
posebnih postopkih tiska, ki so bili težko ponovljivi.  
Uporaba fotografije na identifikacijskih dokumentih je pripomogla k večji uporabnosti 
dokumentov. Postopki identifikacije posameznikov so postali enostavnejši in ponarejanje 
dokumentov težje. Samo fotografija seveda ni bila dovolj. V kombinaciji z različnimi težko 
poneverljivimi načini pritrjevanja in drugimi varnostnimi elementi kot npr. žigi ali suhimi 
žigi, fotografije v identifikacijskih dokumentih predstavljajo pomemben korak v razvoju in 
široki uporabi identifikacijskih listin kot učinkovite identifikacijske rešitve (Svet Evropske 
unjije, 2016). 
Tehnologije, povezane z vizualnimi zaščitami, so se razvijale in postopoma vedno 
pogosteje vključevale v identifikacijske dokumente. V kombinaciji z rešitvami, ki so očem 
skrite – kot na primer mikrotekst ali nevidni UV-fluorescentni tisk, so pripomogle k večji 
zaščiti dokumentov. Ker je metod za zaščito dokumentov veliko, preveč za naštevanje in 
obrazložitev, naj jih naštejem vsaj nekaj: hologram, knjigotisk, kovinska barva, laserski 
tisk in perforacija, mavrični tisk, neskončni tisk, optično spremenljiv element (OVD), UV- 
svetloba, itd.  
Strojno berljivi elementi predstavljajo nov način uporabe identifikacijskih listin in nove 
varnostne standarde. Z njihovo uporabo se preverja pristnost listine in izkazuje istovetnost 
njenega lastnika.  
Črtna koda predstavlja najbolj razširjeno strojno berljivo identifikacijsko rešitev na svetu. 
Razlogi za razširjenost tehnologije so predvsem v njeni enostavnosti in nizkih stroških 
uvedbe ter uporabe. Njen prvotni razvoj je bil vzpodbujen predvsem s strani trgovcev, ki 
so iskali rešitev za avtomatizacijo poslovnih procesov, kot so vodenje in popis zalog itd. 
Izumitelj črtne kode je Joseph Woodland, ki je na podlagi prijateljeve ideje in Morsejeve 
abecede razvil rešitev tiska različno debelih črnih, ki jih poznamo pod imenom črtna koda. 
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Čeprav se je to zgodilo že v petdesetih letih prejšnjega stoletja, je bilo treba na njeno 
komercialno uporabo počakati kar 20 let (Seideman, 2016). 
Slika 3: Varnostni elementi identifikacijskih listin 
 
Vir: Svet Evropske unije (2016) 
Danes je tehnologija črtne kode prisotna povsod. Določitev mednarodnih standardov je 
omogočila njeno uporabo povsod po svetu. Je najbolj razširjena identifikacijska rešitev na 
svetu, ki se uporablja predvsem za identifikacijo objektov. Razvoj 2D in 3D črtnih kod je 
prinesel novo dimenzijo v to standardno tehnologijo. Nove črtne kode prinašajo nove 
možnosti predvsem v zapisu večjih količin podatkov in boljše zanesljivosti delovanja. 2- ali 
3D črtne kode je mogoče v celoti prebrati tudi v primeru, ko so delno poškodovane.  
Začetke magnetne steze kot ene začetnih nosilnih tehnologij strojno berljivih elementov 
opazimo že med drugo svetovno vojno z ameriško ugotovitvijo, kako zapisati zvok z 
magnetnim zapisom na jekleni trak ali žico. Tehnologija deluje na principu zapisa 
podatkov na metaliziran tanki trak s pomočjo magnetnega polja. Podatke lahko s traku 
beremo s pomočjo čitalnika, ki vsebuje magnetno glavo, ki ob potegu – prehodu površine 
z zapisom podatkov, zazna zapisana magnetna polja in jih digitalizira nazaj v znakovno 
sporočilo. Do leta 1960 je podjetje IBM razvilo način implementacije magnetnega traku na 
telo PVC kartice s pomočjo toplotnega prenosa. S pomočjo postopka enkodiranja 
podatkov na magnetno stezo se pojavijo prve bančne in kreditne kartice, ki po vpeljavi 
mednarodnih standardov (ISO/IEC 7810) postanejo sinonim za uporabo tehnologije 
magnetnega zapisa (Yelton, 2016). 
Kljub množični uporabi je tehnologija magnetnega zapisa v zatonu. Nove tehnologije 
avtomatske identifikacije, kot na primer kartice z integriranim vezjem, so zaradi večje 
varnosti in boljše vzdržljivosti, popolnoma nadomestile včasih tako razširjeno tehnologijo. 
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Strojno berljivi podatki so tudi nekateri zaščitni elementi, ki ne temeljijo na digitalizaciji 
podatkov. Že mikrotekst ali UV nevidna barva, optično spremenljiv element je lahko 
strojno berljiv.  
Tehnološko so biometrične metode identifikacije ene varnostno najbolj zanesljivih 
strojno berljivih metod. »Biometrični identifikator« je kot vsebina strojno berljivega 
elementa osebna biološka (anatomska ali fiziološka) značilnost ali značilnost vedenja 
posameznika, ki se znotraj identifikacijskega ali verifikacijskega postopka lahko uporabi za 
ugotavljanje identitete osebe, tako da se primerja s shranjenimi referenčnimi podatki. 
Največkrat uporabljeni klasični biometrični identifikatorji so prstni odtisi in podoba 
obraza. Kot biometrični identifikator se pogosto uporabljata tudi podoba šarenice in 
geometrija dlani« (Glosar Sveta Evropske unije, 2016, str.9). 
Množično razširitev biometrije kot identifikacijske tehnologije omejujejo zakonski okvirji, ki 
preprečujejo hranjenje biometričnih podatkov, in relativno draga infrastruktura, ki je 
potrebna za izvajanje metod biometrične identifikacije. 
Brezkontaktno ali kontaktno integrirano vezje (mikročip) se kot tehnologija za 
identifikacijo uporablja za shranjevanje in obdelavo podatkov v identifikacijskih listinah kot 
na primer potni list, osebna izkaznica, službene izkaznice itd. Mikročipi so v identifikacijske 
dokumente vgrajeni na različne načine in zavarovani s šifriranjem podatkov in/ali geslom, 
lahko tudi digitalnim podpisom. Za namene identifikacije lahko v svojem pomnilniškem 
delu nosijo tudi biometrične podatke nosilca, kar je standard novih identifikacijskih listin. 
Delovanje tehnologij biometrije in tehnologij, ki temeljijo na uporabi integriranega 
vezja oziroma mikročipa, bom podrobneje opisal v naslednjih poglavjih. So tehnologije 
sedanjosti in glede na razvoj tudi bližnje prihodnosti.  
Moderne identifikacijske rešitve temeljijo predvsem na hitri in varni izmenjavi podatkov. 
Uvajanja brezstične tehnologije, biometričnih podatkov in/ali klasičnih pametnih kartic v 
povezavi s hitrim prenosom podatkov predstavljajo smernice izkazovanja istovetnosti v 
bodoče.  
Napovedovanje prihodnjega razvoja tehnologij identifikacijskih rešitev je vedno 
nehvaležno. Upoštevajoč tendence dosedanjega razvoja identifikacijskih tehnologij lahko 
predvidim razvoj predvsem na področju digitalnega zapisa biometričnih podatkov. Fizična 
oblika identifikacijskih listin bo sledila razvoju materialov (nano tehnologija), ki bodo 
omogočali še večjo vzdržljivost in obstojnost. Dokumenti bodo za shranjevanje podatkov 
vsebovali vse več elektronskih komponent in vse več varnostnih elementov, ki bodo 
zagotavljali varne postopke identifikacije in verifikacije tako v fizični obliki kot tudi v 
digitalni obliki. S povečanjem digitalnih storitev e-uprave in komercialnih e-storitev bo 
digitalna identifikacija predstavljala velik del uporabe identifikacijskih dokumentov. 
Združevanje različnih tehnologij bo omogočalo združevanje do sedaj ločenih 
identifikacijskih listin. Z uvedbo novih tehnologij bodo tako identifikacijske rešitve pridobile 
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novo dimenzijo uporabe ter postale še učinkovitejše sredstvo za izkazovanje istovetnosti 
posameznika. 
Slika 4: Tehnologije strojno berljivih elementov 
  
Vir: P2P Inženiring, ARHIV podjetja 
3.2 RADIOFREKVENČNA IDENTIFIKACIJA – PRIMERI UPORABE IN RAZVOJ 
Radiofrekvenčna identifikacija je način avtomatske identifikacije, ki s pomočjo 
elektromagnetnega valovanja prenaša podatke med oddajnikom in prejemnikom z 
namenom identifikacije oseb ali objektov. Prenos podatkov je mogoč brez fizičnega 
kontakta med oddajnikom in prejemnikom, zato tehnologijo dostikrat poimenujemo kot 
brezkontaktno oziroma brezstično.  
Tehnološko lahko delimo radiofrekvenčne oddajnike glede na način napajanja in prenosa 
podatkov preko radio frekvenčnih valov.  
Pasivni oddajniki RF nimajo lastnega napajanja in za svoje delovanje potrebujejo zunanji 
vir energije. Sestavlja jih bakreno žično navitje oziroma antena in integrirano vezje v obliki 
mikroprocesorja – čipa (Slika 5). Pasivni radiofrekvenčni oddajniki so, kot nam pove že 
ime, neaktivni. Aktivirajo se šele v bližini zunanjega energetskega vira (prejemnika), ki 
oddajo energijo v obliki magnetnega polja. Ta se v anteni oddajnika inducira, usmeri do 
mikroprocesorja in ga »zbudi« v delovanje. To prekine tokokrog magnetnega polja, ki ga 
zazna prejemnik v obliki povratne komunikacije. Pasivni oddajniki RF so majhni in zaradi 
svoje enostavnosti pa tudi ker ne potrebujejo napajanja, poceni. Imajo pa kratek domet 
(nekaj metrov) in so občutljivi na zunanje motnje (odboj od kovin in tekočin, zunanje 
14 
elektromagnetne motnje). Nasprotje pasivnih oddajnikov RF so aktivni oddajniki RF. Ti 
delujejo s pomočjo integriranega napajanja – baterije. To jim omogoča hitrejše in 
zanesljivejše delovanje ter močnejši signal z daljšim dometom (do 100 m). V  primerjavi s 
pasivnimi oddajniki so večji in dražji (Atlasrfidstore, 2016). 
Slika 5: Primer integriranega vezja – RF tehnolgija  
 
Vir: Svet Evropske unije (2016)  
Poleg indukcijskega – magnetnega prenosa podatkov, radiofrekvenčna identifikacija 
uporablja tudi kapacitivni – elektromagnetni prenos podatkov. Delovanje tega načina 
prenosa temelji na elektromagnetnem valovanju in sistemu povratne informacije. 
Oddajnik reflektira signal nazaj prejemniku, moduliranemu za določeno informacijo. To 
modulacijo informacije povzroči sestava oddajnika, mikroprocesorja in antene.  
Višina frekvence delovanja radiofrekvenčnega oddajnika je odvisna od namena aplikacije 
sistema. Vsako frekvenčno področje omogoča določeno bralno razdaljo in ima svoje 
prednosti in pomanjkljivosti (Slika 6). V sistemih radiofrekvenčne identifikacije poznamo 
štiri frekvenčna območja delovanja, ki segajo od nizkofrekvenčnega območja 125—132 
kHz (angl. Low Frequency), do mikrovalovne frekvence 2,4 GHz (Adrio Communicatio Ltd, 
2016). 
Kot smo že omenili, radiofrekvenčni oddajnik sestavljajo integrirano vezje – čip, ki hrani in 
obdeluje podatke, in antene za sprejemanje ter oddajanje elektromagnetnih valov. 
Delovanje oddajnika je tako odvisno predvsem od njegove sestave. Mikroprocesor lahko 
omogoča samo branje, branje in pisanje ali tudi hrambo podatkov. Čeprav v primeru 
brezkontaktne tehnologije pomnilniške kapacitete niso visoke (8 KB), vseeno zadostujejo 
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za segmentiranje večjega števila različnih aplikacij in visok nivo zaščite (kriptiranje 
podatkov, 3DES/AES).  
Slika 6: Elektromagnetni spekter z frekvenčnimi omejitvami RFID sistemov 
 
Vir: CNRFID (2016)  
Razlogi za razvoj brezkontaktne tehnologije so predvsem v hitrejšem, enostavnejšem, 
zanesljivejšem sistemu identifikacije. Brezstična tehnologija je že leta v uporabi v različnih 
panogah in implementirana v različnih sistemih. Primeri njene uporabe segajo od klasičnih 
identifikacijskih sistemov za kontrolo dostopa do označevanja živali, surovin v proizvodnih 
procesih, izdelkov v trgovinah, itd. 
Začetek razvoja tehnologije radiofrekvenčne identifikacije zasledimo v času druge 
svetovne vojne z uporabo radarja za zaznavanje letal. Nemci so ugotovili, kako spremeniti 
odboj radijskih valov radarja od letala, in s tem razvili prvi sistem avtomatske 
identifikacije. Način identificiranja letal se je med vojno na obeh straneh postopoma 
razvijal (npr. britanski IFF – identifikacion friend or foe sistem) in z njim tehnologija RF. 
Razvoj se je nadaljeval tudi po vojni. V prvih dveh desetletjih po vojni so odkrili 
uporabnost avtomatizirane identifikacije, ki jo je tehnologija ponujala, v drugih pa na bolj 
komercialno usmerjenih področjih, kot npr. trgovina ali proizvodnja. Tudi z vidika varnosti 
je postala RFID tehnologija vedno bolj zanimiva. 
V sedemdesetih letih prejšnjega stoletja se je začel razvoj radiofrekvenčne tehnologije, 
kakršno poznamo danes. Pojavijo se prijave prvih patentov z uporabo tehnologije RFID ter 
prve komercialne uporabe sistemov RFID. V osemdesetih letih se tehnologija RFID že 
široko uporablja po celem svetu. V uporabo množično preidejo predvsem sistemi 
avtomatskega cestninjenja in označevanja živali z uporabo radiofrekvenčne identifikacije, 
ki so v uporabi še danes. Kasnejši razvoj tehnologije povezujemo predvsem s 
preučevanjem možnosti uporabe v trgovinskem poslovanju.  
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Dandanes lahko opazimo uporabo tehnologij radiofrekvenčne identifikacije v sistemih 
povsod okoli nas: v proizvodnji in skladiščih za sledenje in identifikacijo materialov, 
polizdelkov in izdelkov, v varnostnih sistemih za avtomatično verifikacijo ter v sistemih 
kombiniranih tehnologij za prenos podatkov. Avtomobilsko odklepanje ali odklepanje 
garažnih vrat, zapornic je nazoren primer uporabe aktivnega radiofrekvenčnega 
oddajnika. Klasično pasivno oddajno in elektromagnetno metodo prenosa podatkov 
opazimo v vsakem trgovskem centru ob pisku kontrolnih anten na vhodih. Kartice za 
beleženje delovnega časa in kontrole pristopa (odpiranje vrat), mestne, bančne in 
parkirne kartice ter študentske izkaznice so del našega vsakdanjika že nekaj desetletij. 
Vse to dokazuje, da nam uporaba radiofrekvenčne tehnologije ni tuja. (RFID Journal LLC, 
2016)  
Primere uporabe lahko opazimo pravzaprav vsepovsod. Tehnologija se je integrirala v 
naše vsakdanje življenje, čeprav strokovnjaki ocenjujejo, da še vedno ni dosegla svojega 
polnega potenciala. Prav v množični uporabi, in s tem produkciji velikega števila 
radiofrekvenčnih oddajnikov naj bi se njihova cena še zniževala, in s tem povečevala 
možnost uvajanja RFID na druga, nova področja, kjer do sedaj še niso v uporabi. 
Predvsem se omenja možnost standardnega uvajanja oddajnikov RFID znotraj proizvodnih 
procesov (sledenje surovin in artiklov) in trgovinskih sistemov (individualno označevanje 
izdelkov).  
Razvoj tehnologije NFC (angl. Near Fieald Comunication), ki je pravzaprav standard 
komunikacije RF, delujoče na visokofrekvenčnem območju 13,56 MHz, je predstavljal nov 
razvojni korak radiofrekvenčne identifikacije. Možnost povezovanja med različnimi 
napravami je predstavljalo nešteto variant uporabe, ki pa se sedaj, leta po predstavitvi 
pilotnih projektov, niso uresničila. Obstaja veliko projektov znotraj zaprtih skupnosti 
(študentski kampusi), ki so zelo uspešni. Razloge za nerazširjenost novega standarda 
lahko iščemo v dejavnikih, ki so povezani predvsem z razvojem konkurenčnih tehnologij.  
Radiofrekvenčna identifikacija tako ostaja stari-novi učinkovit način identifikacijskih 
rešitev.  
3.3 BIOMETRIJA 
Že izvor besede biometrija, ki izvira iz grških besed življenje in meriti, nam pove osnovni 
pomen namena procesa. Biometrija predstavlja vedo o zajemu, obdelavi in shranjevanju 
osebnih fizičnih podatkov posameznika z namenom identifikacije. »Nanaša se na uporabo 
matematično-statističnih analiz bioloških karakteristik« (Trapečar in Robek, 2003; str. 49).  
Identifikacijski postopek s pomočjo biometrije temelji kot v primeru uporabe drugih metod 
na individualnosti znotraj splošnega. Preučevanje običajnih fizičnih karakteristik 
posameznika kot na primer prstni odtis, odtis dlani, očesna šarenica, obrazna prepoznava, 
podpis itd. v iskanju individualnosti, je pot medsebojnega ločevanja oseb (Trapečar in 
Robek, 2003, str. 49).  
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Tehnologije biometrije se v obliki biometričnih identifikacijskih sistemov uporabljajo 
predvsem za zagotavljanje varnosti. Postopka verifikacije in identifikacije sta osnovna 
postopka avtomatiziranih varnostnih sistemov za nadzor nad prehodi (kontrola dostopa) in 
izkazovanje istovetnosti posameznikov. Razlike med pojmoma identifikacija in verifikacija 
ležijo predvsem v načinu obdelave zajetih biometričnih podatkov. V obeh primerih gre za 
primerjavo zajetih podatkov z vzorčnimi. V primeru identifikacije poteka sistemska 
primerjava zajetih podatkov s podatki shranjenimi v bazi poteka po načelu eden-z-vsemi. 
To pomeni, da sistem primerja zajeti vzorec z vsemi vzorci, ki so v sistemski podatkovni 
bazi. Postopek verifikacije pa poteka po načelu primerjave podatkov eden-z-enim. 
Primerjava vzorca s predčasno bazirano šablono z namenom potrjevanja identitete 
posameznika. Štiristopenjski postopek je osnova vseh biometričnih sistemov. Temelji na:  
 zajetju vzorčnega podatka (npr. prstnega odtisa), 
 obdelavi zajetega podatka (pretvorba v obliko primerno za uporabo),  
 uporabi podatka v postopku primerjave (proces primerjave),  
 rezultatu (potrditev ali zavrnitev).  
Če primerjamo klasične avtomatizirane metode identifikacije z biometričnimi, lahko 
ugotovimo, da so biometrične metode v večini primerov ekonomsko smotrnejše in 
učinkovitejše. Klasične metode temeljijo na predpostavkah kaj veš (informacija oz. v 
večini primerov PIN ali geslo) in kaj imaš (RF-kartica, obesek, izkaznica). Biometrične 
metode, ki temeljijo na tem, kaj si, so učinkovitejše in z vidika uporabnika enostavnejše 
(Trapečar in Robek, 2003, str. 49).  
Čeprav beseda in veda sama v večini prebivalstva vzbudi asociacijo z napredno 
tehnologijo, so prve biometrične metode odkrili že pred več tisoč leti. Odtisi rok, nog in 
prstov na trgovskih dokumentih ter kot podpisi umetnikov pod jamskimi poslikavami 
pričajo, da so se ljudje že takrat zavedali unikatnosti fizioloških lastnosti posameznika. 
Razvoj biometričnih metod je vzpodbudila industrijska revolucija v devetnajstem stoletju, 
ki je temeljila na množičnem preseljevanju in zgostitvi prebivalstva v urbanih okoljih. 
Predvsem sodstvo in kriminalistika sta zaradi potreb po natančni identifikaciji začela 
uporabljati biometrične metode za prepoznavo in identifikacijo posameznikov. Kasneje, z 
razvojem računalnikov in informacijskih tehnologij, biometrija in ostale metode 
identifikacije, ki temeljijo na strojni obdelavi podatkov, doživijo nov nivo uporabe. Pojavijo 
se nove biometrične metode, ki s pomočjo tehnologije izvajajo razne meritve in 
primerjave fizičnih lastnosti posameznika.  
Za ponazoritev biometričnih postopkov, ki so v uporabi danes, v nadaljevanju navajam 
nekaj najbolj poznanih biometričnih metod. 
  
18 
Slika 7: Metode biometrične identifikacije 
 
Vir: Juričić in Trojar (1997, str. 6) 
3.3.1 BIOMETRIČNE METODE 
Odtis prstnega reliefa oziroma prstni odtis je najbolj poznana metoda uporabe predvsem 
zaradi splošne uveljavitve metode v pravosodju. Prstni odtis je način pozitivne 
identifikacije, ki je učinkovit, hiter in enostaven za uporabo v identifikacijskih postopkih 
(Slika 8). Klasične metode primerjave prstnih odtisov so večinoma zamenjale 
avtomatizirane, ki v večini primerov ne shranjujejo podobe, temveč jo pretvorijo v 
digitalno obliko podatkov, primernih za obdelavo. (Trapečar in Robek, 2003, str 49).  
Slika 8: Osnovni vzorci prstnih odtisov 
 
Vir: Trapečar in Robek (2003, str. 50) 
Dlan kot sredstvo biometrične metode ročne prepoznave ni tako izrazito unikatna kot prej 
omenjeni prstni odtis. Postopek identifikacije s pomočjo geometrijskih značilnosti dlani 
običajno izvajamo z optičnim čitalnikom, ki meri te značilnosti (Slika 9). Dobra naprava naj 
bi merila več kot 90 značilnosti, kot na primer dolžino prstov, višino ukrivljenost, itd.  
Zaradi nezanesljive prepoznave se metoda uporablja v kombinaciji z drugimi 
identifikacijskimi rešitvami: kot na primer RF-karticami ali gesli PIN. Razvoj drugih, 
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zanesljivejših biometričnih metod, je razširjenost metode ročne prepoznave zelo omejil 
oziroma metoda v zadnjih letih ni v širši uporabi.  
Slika 9: Terminal kontrole dostopa 
 
Vir: Central Time Clock, Inc (2016) 
Obrazna prepoznava je verjetno ena od udobnejših in najmanj invazivnih biometričnih 
metod prepoznave za uporabnika. Temelji na obraznih karakteristikah oziroma analizi 
oblike in razmerij obraznih posebnosti posameznika (Slika 10). Postopek deluje z 
zajemanjem in primerjavo slik ali v primeru tridimenzionalne metode primerjave zajetih 
podatkov.  
Slika 10: Obrazna prepoznava kot metoda biometrične prepoznave 
 
Vir: Questbiometrics (2016) 
Pozicioniranje oziroma prepletenost ven je postopek izračunavanja točne pozicije ven, 
običajno na rokah posameznika. Temelji na unikatnosti človeškega žilnega sistema. 
Skeniranje s pomočjo infrardeče svetlobe označuje pozicijo in potek žil v človeški roki. 
Avtomatska obdelava zajetih podatkov s pomočjo matematičnih algoritmov izvede 
postopek primerjave podatkov. 
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Poleg omenjenih metod seveda obstajajo še druge biometrične metode identifikacije, ki 
pa so zaradi specifičnosti in zahtevnosti svoje uporabe redke. Prepoznave na podlagi 
govora-zvoka posameznika, skeniranje očesne šarenice ali mrežnice, metoda primerjave 
DNK itd. Pri vpeljavi biometričnih metod se morajo izvajalci zavedati uporabniške izkušnje 
in hitrosti. Biometrija je zaradi narave zajetih podatkov zelo specifična v primerjavi z 
drugimi postopki identifikacije. Narava zajetih podatkov je namreč osebna in tako zaupne 
narave. Vedno obstaja možnost zlorabe teh podatkov , zato so zakonske omejitve pri 
dovoljevanju uvedb biometričnih metod identifikacije stroge. Prav tako pa je  pri uvajanju 
sistemov za izvajanje biometričnih postopkov treba biti pozoren na invazivnost izvedbe 
postopka. Biometrični postopki so običajno invazivni in s tem za uporabnika neprijetni. 
Tako je potrebno upoštevati načelo sorazmernosti postopka s potrebo po zagotavljanju 
varnosti oziroma identifikaciji na določenem področju.   
3.3.2 UPORABA BIOMETRIČNIH METOD V PRAKSI 
Uporaba biometričnih metod identifikacije je pri nas redkost oziroma njena uporaba ni 
standardna. Je bolj izjema kot pravilo. Razloge za to lahko iščemo v invazivnosti 
biometričnih postopkov, občutljivosti zajetih podatkov ter stroškov menjave obstoječih 
sistemov z biometričnimi sistemi. Prav tako ne smemo pozabiti varovanja osebnih 
podatkov oziroma zakona, ki ureja področje varstva osebnih podatkov.  
Zaradi osebne narave zajetih podatkov mora državni nadzorni organ ali zasebna institucija 
slediti načelu sorazmernosti. Pri uvedbi biometričnih metod se je treba držati določil 
Zakona o varstvu osebnih podatkov. Ta določa uvedbo biometrije samo kot izjemo, 
mogočo samo v primeru, ko je uvedba metode nujna za zagotavljanje opravljanja 
dejavnosti, za zavarovanje ljudi, premoženja ali tajnih podatkov ter poslovne skrivnosti 
(ZVOP-1-UPB1,79.člen). 
V primeru javne uprave zakon nalaga državnemu organu predhodno pridobitev pravnega 
mnenja oziroma odločbe s strani Informacijskega pooblaščenca pred uvedbo 
biometričnega sistema identifikacije (ZVOP-1-UPB1,9.člen). 
Razvoj in vpeljavo biometričnih sistemov identifikacije v praktično uporabo v širšem okolju 
zaznamo predvsem po 11. 9. 2011. Teroristični napad na ozemlju Združenih držav 
Amerike je sprožil verižno reakcijo pri vzpostavitvi varnostnih sistemov po celem svetu. 
Predvsem se je razvoj biometričnih rešitev razširil zaradi povečanja varnosti v letalskem 
prometnem sistemu. Konstantno povečavanje števila potnikov v letalskem prometu je z 
vidika varnostnega tveganja predstavljalo problem, ki je zahteval uvedbo bolj učinkovitih, 
hitrejših in zanesljivejših identifikacijskih rešitev. Mednarodna organizacija civilnega 
letalstva (ICAO) je pod pritiski javnosti in očitni potrebi po nadzoru potnikov v letalskem 
prometu začela z analizo varnostnih sistemov v letalskem prometu, na podlagi katere je 
objavila zahteve o strojno berljivih potovalnih dokumentih oziroma uvajanju biometrije v 
potovalnih dokumentih. Preučevanje varnostnih standardov in preučevanja za uvedbo le-
teh so znotraj organizacije ICAO začeli razvijati že leta 1986. Pospešitev uvedbe je bila po 
enostranski odločitvi Združenih držav Amerike o podaljšanju veljavnosti sporazuma Visa 
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Waiver Program oziroma sporazuma o avtomatski dodelitvi potovalnih viz, samo tistim 
državam, ki bodo najkasneje do konca oktobra leta 2006 začele izdajati biometrične potne 
liste. Evropska Unija se je na ameriške zahteve odzvala z Uredbo Sveta Evropske unije o 
standardih za varnostne značilnosti in biometrične podatke v potnih listih in potovalnih 
dokumentih, ki jih izdajajo države članice (Lah, 2007).  
Uredba določa obvezno uporabo zapisa biometričnih podatkov (zapis podobe obraza in 
dveh prstnih odtisov) v potnih listinah držav članic. Podatki naj bi bili zapisani v 
shranjevalnem mediju – čipu z zadostno kapaciteto. Obrazna prepoznava naj bi bila 
implementirana v 18 mesecih, dva prstna odtisa pa v 36 mesecih po sprejetju tehničnih 
specifikacij. Z uporabo novih potnih listin naj bi se varnostni element uporabe in napake 
pri izdaji ter uporabi zmanjšali na minimum.   
Slovenija je na podlagi Uredbe leta 2006 sprejela nov Zakon o potnih listinah, ki skladno z 
Uredbo določa uvedbo pomnilniškega medija in zapisa biometričnih podatkov na mediju. 
Novela zakona prav tako določa omejitve uporabe biometričnih podatkov na potnih 
listinah oziroma točno določa namen uporabe samo za namen preverjanja verodostojnosti 
potne listine pri prehodu državnih mej. S to določbo v zakonu varuje državljana pred 
zlorabo njegovih osebnih podatkov v druge namene in uveljavlja določbe Ustave 
Republike Slovenije ter Zakona o varstvu osebnih podatkov, ki prepovedujeta uporabo 
osebnih podatkov posameznika brez njegove pisne privolitve.  
Varnost podatkov na brezkontaktnem čipu zagotavlja enkripcija podatkov z infrastrukturo 
javnih ključev (PKI) in elektronskim podpisom. Podatke naj bi lahko prebrala samo za to 
avtorizirana oseba s posebno napravo za branje zapisa OCR. Zapis podatkov na čipu je 
standardiziran, podatke naj bi lahko prebrala samo za to avtorizirana oseba s posebno 
napravo za branje zapisa OCR (Ministrstvo za notranje zadev RS, 2006). 
3.3.3 OMEJITVE IN PRIHODNJI RAZVOJ 
Varnostne omejitve sistemov in možnost zlorabe osebnih podatkov so največji razlogi za 
omejevanje uporabe identifikacijskih biometričnih rešitev. Kraja identitete je podzavestni 
strah na družbeni ravni, ki biometrijo in njeno širšo uporabo kot učinkovitejšega sistema 
za identifikacijo in verifikacijo, omejuje.  
Strah ni tako neutemeljen, kot bi se skeptikom in podpornikom modernih sistemov 
biometrije na prvi pogled zdelo. Vsi varnostni elementi lahko sicer onemogočajo zlorabo 
podatkov zapisanih v listinah, vendar je shranjevanje in obdelava podatkov tisto, kar bi 
lahko predstavljalo problem. Nepooblaščeni nadzor je nekaj, kar si družba želi in hkrati 
zavrača. Podatkovne zbirke podatkov – baze in dostop do njih vedno je in bo predstavljalo 
tveganje za nepooblaščeno upravljanje s podatki. Strah pred nadzorom in hkrati zahteva 
po njem za zagotavljanje varnosti je v luči modernega terorizma in drugih varnostnih 
groženj še posebej aktualen. Že v prejšnjih poglavjih sem ugotavljal, da identifikacijske 
rešitve ne morejo zagotavljati popolnega nadzora in s tem popolne varnosti. Vseeno pa 
lahko zaključimo, da v kontroliranih okoljih, kot so javna mesta, moderni načini 
22 
identifikacije predstavljajo učinkovit način zagotavljanja varnosti z identificiranjem 
posameznika. 
Biometrija zaradi svoje učinkovitosti, enostavnosti in varnosti postaja vedno bolj uporaben 
način identifikacije. Trendi nakazujejo zmanjševanje odpora javnosti do biometrije in prav 
povečana uporaba bo posledično zmanjšala stroške menjave sistemov ter s tem 
pripomogla k porasti biometričnih metod identifikacije.  
3.4 ELEKTRONSKO POSLOVANJE 
Kriptografija je veda o prikrivanju oziroma spreminjanju informacij iz njihove običajne 
oblike v prikrito, šifrirano obliko. Pomen besede izhaja z grške besedne zveze: »kryptos 
logos, kar pomeni skrita beseda.« (Ministrstvo za Javno upravo, 2007). 
Obstajata dva klasična postopka enkripcije (šifriranja). Transpozicija je način kriptiranja 
sporočil z naključno razporeditvijo črk v besedilu (anagram). Anagram je zahtevno 
nerazberljivo besedilo, katerega pomen je v večini primerov skoraj nemogoče razbrati 
brez uporabe določenega, večinoma zapletenega ključa. Enostavni primer enkripcije z 
uporabo metode transpozicije lahko zasledimo v antični Grčiji. Špartanci so za varni 
prenos sporočil uporabljali »skitalo«. To so bili trakovi razrezane tkanine, na kateri je bilo 
zapisano sporočilo. Sporočilo je lahko bilo prebrano samo z uporabo lesene palice, okoli 
katere se je tkanina ovila. V primeru drugega klasičnega načina, substitucije, pa gre za 
alfabetsko substitucijo oziroma za zamenjavo črk v sporočilu (Ministrstvo za Javno upravo, 
2007). 
Problem kriptiranja in kasnejšega dekriptiranja sporočil je v prenosu ključev. Ključ 
definiramo kot način oziroma postopek, ki je uporabljen za spreminjanje nekega sporočila 
(čistopisa) v šifrirano sporočilo (šifropis – kriptogram). Ta postopek mora biti znan tako 
pošiljatelju, ki sporočilo šifrira, kot tudi prejemniku sporočila, ki ga uporabi za dešifriranje, 
dekriptiranje šifropisa. Klasične metode kriptografije uporabljajo algoritme z zasebnim 
ključem ali simetrične algoritme, pri katerih imata pošiljatelj in naslovnik samo en ključ. 
En ključ sicer v večini primerov pomeni hiter postopek dešifriranja, prenos ključa do 
naslovnika pa lahko predstavlja varnostno težavo. Prenos ključev oziroma poznavanja 
ključev je bistvenega pomena za varnost šifre in varne vsebine sporočil. Razvijanje 
zapletenih ključev in razbiranje (dekriptiranje) ključev s strani nepooblaščenih oseb, 
katerim sporočilo ni bilo namenjeno, je v zgodovini velikokrat pripomoglo k razvoju drugih 
znanosti in ved. Predvsem kriptoanalitika, ki temelji na ugotavljanju načinov razbijanja, 
dešifriranja ključev, je zaradi potrebe po obširni in učinkoviti obdelavi podatkov 
pripomogla k razvoju matematike in informacijskih tehnologij. 
Prikrivanje pomena znakov, sporočil s šiframi sega globoko v našo zgodovino. Poznamo 
primere rabe klasične kriptografije že iz časov pred našim štetjem. Uporaba le-te je bila 
povezana predvsem z vojskovanjem in politiko. Vojskovanje in politika sta bili gonilni sili 
razvoja kriptografije tudi v novejši zgodovini. Prav v vojnih časih je potreba po varnem 
prenosu strateških informacij bistvenega pomena. Že Julij Cezar je uporabljal obliko tajne 
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pisave (Cezarjeva šifra) za pošiljanje sporočil svojim poveljnikom. Za današnje standarde 
sicer ni bila najbolj učinkovite narave, saj je temeljila le na metodi zamenjave črk s 
premikom. Pošiljatelj in prejemnik sta morala poznati le število mest premika v abecedi. 
Obe metodi, tako transpozicija kot anagram, sta se razvijali skozi stoletja in sta še danes v 
uporabi, čeprav v bolj zapletenih oblikah (Singh, 2006). 
Razvoj šifrirnih strojev in predvsem potreba po dekripciji – dešifriranju sporočil sta 
drastično spremenila razvoj kriptografije in posledično pospešila tudi razvoj elektronske 
obdelave podatkov (Slika 11). Pojavili so se prvi računalniki in z njimi razvoj novih, še 
zapletenejših kriptografskih metod, kot DES – Data Encryption Standard in njegova 
naslednica AES – Advanced Encryption Standard. 
Slika 11: Šifrirni stroj Enigma 
 
Vir: Hinsley in Stripp (1997) 
Z računalniki in uporabo spleta se problem prenosa ključev od pošiljatelja naslovniku še 
stopnjuje. Paradoks razdeljevanja ključev (Singh, 2006) je v poplavi informacij oziroma 
povečanem številu sporočil, poslanih s pomočjo elektronskih povezav, postal še bolj 
izrazit. Izmenjava varnega sporočila s pomočjo elektronskih povezav je tako predhodno 
zahtevala pošiljanje ključa za razbiranje tega sporočila, kar bi težko označili za varno. 
Rešitev problema leta 1975 v objavi raziskovalnega članka »Nove smernice v kriptografiji« 
predstavita kriptografa Whitfield Diffie in Martin Hellman. V članku sta predstavila nov 
način razdeljevanja kriptografskih ključev oziroma reševala sta osnovni problem 
kriptografije, razdeljevanja ključev. Pojavil se je sistem asimetričnih javnih ključev. 
Običajne simetrične metode šifriranja z enim ključem za šifriranje in dešifriranje sporočila 
so zamenjale  asimetrične metode, ki zahtevajo dva ključa oziroma javni ključ. Metoda, ki 
je varnostno učinkovitejša od svoje predhodnice zaradi svoje kompleksnosti, vzame za 
dešifriranje sporočila več časa. Delovanje asimetričnega sistema enostavno opišemo kot 
kreiranje dveh ključev, javnega in zasebnega. Ključa sta med seboj povezana. Javni del je 
namenjen pošiljateljem, ki sporočilo z njim šifrirajo. Zasebni del ključa pa je namenjen 
naslovniku, ki z uporabo le-tega, sporočilo dešifrira.  
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Kljub rešitvi osnovnega problema je prenos šifriranih sporočil preko spletne komunikacije 
še vedno predstavljal varnostni problem. Problemi zamenjave identitete, pošiljanja lažnih 
sporočil in možnost prestrezanja sporočil so bili rešeni šele nekaj let kasneje z uvedbo 
digitalnih potrdil (certifikatov) in elektronskih podpisov.  
S pojavom infrastrukture javnih ključev oziroma PKI (angl. Public key infrastructure) se 
predstavi sistem za varno elektronsko poslovanje. Gre za podporen koncept kriptografiji 
javnih ključev za povezovanje ljudi, opreme, dogovorov in postopkov za ustvarjanje, 
upravljanje, hranjenje ter podeljevanje digitalnih potrdil in povezanih konceptov (Hölbl, 
2015). Infrastrukturo javnih ključev so začele postavljati nekatere vlade in posebne 
organizacije z ustanovitvijo posebnih institucij zadolženih za izvajanje postopkov 
povezanih z izdajo digitalnih potrdil. Overitelji javnih ključev so organizacije in/ali podjetja 
CA (angl. Certification Authority), ustanovljene z namenom zagotavljanja zaupanja 
vrednih digitalnih potrdil, in s tem urejanja področja elektronskega poslovanja.  
Slika 12: Primer uporabe javnih ključev 
 
Vir: Avtor, 19.8.2016 
Kako vemo, ali je overitelj digitalnih potrdil zaupanja vreden? Tako, da je naveden na 
seznamu zaupanja vrednih overiteljev digitalnih potrdil, ki je vgrajen v večino operacijskih 
sistemov in spletnih brskalnikov. (Hölbl, 2015). 
Varnost elektronskega poslovanja tako lahko enačimo predvsem s pojavom in uporabo 
digitalnih potrdil (angl. Digital Certificate), ki potrjujejo povezavo med javnim ključem in 
osebo, institucijo ali strežnikom. Zagotavlja nam informacijo, kdo je tvoril javni ključ in 
informacijo o njem. Vsebujejo tri ključene elemente elektronskega poslovanja, ki so: 
zasebni ključ, javni ključ in digitalno potrdilo. Potrdila morajo biti javno objavljena in se 
uporabljajo za identifikacijo v vsakodnevnem elektronskem poslovanju. Lahko bi jih 
označili kot ekvivalent identifikacijskim listinam v e-obliki.  
S pomočjo pridobljenega potrdila lahko enostavno razumemo enkripcijo, uporabljeno v 
današnjem elektronskem poslovanju. Enkripcijo sporočila izvedemo s pomočjo 
naključnega simetričnega algoritma. Prednost simetričnega algoritma, ki smo jo že 
omenili, je v hitrosti enkripcijcije in dekripcije. Varnostno pomankljivost simetričnega 
ključa pa odpravimo z naknadno asimetrično enkripcijo že simetrično enkriptiranega 
sporočila. Za asimetrično enkripcijo uporabimo javni ključ prejemnika sporočila. Kasnejša 
dekripcija sporočila naslovnika oziroma prejemnika sporočila prav tako poteka 
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dvostopenjsko. S pomočjo svojega zasebnega ključa dostopi do sporočila oziroma 
simetričnega ključa, s katerim lahko šifrirano sporočilo dešifrira in prebere.  
Z vidika varnosti predstavlja problem tudi hramba digitalnih potrdil. Običajna hramba 
digitalnih potrdil v spletnem brskalniku ali na trdem disku osebnega računalnika je lahko 
zaradi pogoste nezadostne zaščite programske in strojne opreme zelo rizična. Večjo 
varnost zagotavlja hranjenje digitalnih potrdil na zunanjih medijih, kot so USB ključi ali 
pametne kartice. V primeru pametnih kartic se tako srečata dve vrsti identifikacije (npr. 
Zdravstvena izkaznice), elektronska in vizualna. V primeru hranjenja digitalnih potrdil na 
zunanjih medijih za uporabo le-teh potrebujemo dodatno programsko opremo ter 
gonilnike za uporabo dodatne strojne opreme (čitalnikov), kar povečuje varnostni vidik, 
zmanjšuje pa enostavnost uporabniške izkušnje.  
Slika 13: Ponazarjanje razlike med javnim in zasebnim ključem 
 
Vir: Ministrstvo za Javno upravo RS (2016) 
Pravno se je ureditev področja elektronskega poslovanja začela šele leta 1995 v Združenih 
državah Amerike s sprejetjem prvega zakona o digitalnem podpisovanju. Očitno je bilo, da 
bodo na tem področju tudi druge države morale sprejeti zakonske podlage, in tako se je v 
naslednjih letih tudi zgodilo. Pri nas področje ureja več predpisov, uredb in pravilnikov. 
Najpomembnejše so zakonske ureditve, in sicer Zakon o elektronskem poslovanju in 
elektronskem podpisu ter uredba o pogojih elektronskega poslovanja.  
Izdajanje javnih ključev oziroma digitalnih potrdil v Sloveniji izvajajo štirje kvalificirani 
oziroma akreditirani overitelji digitalnih potrdil, ki so vodeni v registru direktorata za e-
upravo in upravne procese v sklopu Ministrstva za javno upravo in skrbijo za izdajanje 
tako imenovanih klasificiranih digitalnih potrdil, skladnih z zakonodajo. Z uporabo teh 
digitalnih potrdil je mogoče ustvariti elektronske podpise enakovredne lastnoročnim 
podpisom imetnika. Prav tako ta digitalna potrdila omogočajo uporabo znotraj sistema 
oziroma za uporabo storitev e-uprave ali drugih uradnih postopkov (Hölbl, 2015). 
Nova Ljubljanska banka d .d., Pošta Slovenije d. o .o. ter Halcom d. d. kot pravne osebe 
izdajajo digitalna potrdila, overitelj na Ministrstvu za javno upravo (MJU) pa v okviru 
storitve SIGEN-CA izdaja kvalificirana digitalna potrdila za državljane, za pravne osebe in 
za fizične osebe, registrirane za opravljanje dejavnosti. V okviru storitve SIGOV-CA pa 
izdaja potrdila samo za uslužbence v javni upravi. Ti lahko z uporabo digitalnega potrdila 
izdanega s strani SIGOV-CA dostopajo do storitev elektronskega poslovanja znotraj javne 
uprave.  
26 
Slika 14: Pomen overitelja digitalnih potrdil 
 
Vir: Ministrstvo za Javno upravo (2016) 
Potrdila izdajatelja SIGOV-CA so kvalificirana digitalna potrdila, za katera velja najvišja 
stopnja varovanja in načela t. i. močne enkripcije, overitelj pa deluje v skladu z Zakonom 
o elektronskem poslovanju in elektronskem podpisu, Uredbo o pogojih za elektronsko 
poslovanje in elektronsko podpisovanje in Politiko delovanja SIGOV-CA. 
Uporaba digitalnih potrdil je tako že vrsto let del poslovanja ali bolje rečeno elektronskega 
poslovanja v javni upravi. Digitalna potrdila zagotavljajo elektronsko identifikacijo in so 
digitalna identifikacijska rešitev, ki se uporablja za (Ministrstvo za Javno upravo, 2016): 
 za upravljanje s podatki javne uprave,  
 za dostop in izmenjavo podatkov, s katerimi upravlja javna uprava,  
 za varno elektronsko komuniciranje med imetniki kvalificiranih digitalnih potrdil 
overitelja na MJU in 
 za storitve oz. aplikacije, za katere se zahteva uporaba digitalnih potrdil overitelja 
na MJU. 
Zaključimo lahko z ugotovitvijo, da je kriptografija v vsakodnevni uporabi predvsem na 
področju elektronskega poslovanja. Vojaški in politični razlogi, ki so v zgodovini bili povod 
za uporabo in razvoj kriptografije so še vedno aktualni, vendar narašča potreba po 
enkripciji podatkov, predvsem zaradi razvoja informacijskih tehnologij. 
Kljub razširjeni uporabi pa je še kar nekaj prostora za izboljšave. Te so mogoče, kot v 
primeru ostalih identifikacijskih rešitev, predvsem v organizacijskih postopkih in v 
medsebojni povezanosti podatkovnih baz oziroma poenotenju usmeritev na tem področju. 
Poenostavitev uporabniške izkušnje, ki je pravzaprav za običajnega uporabnika v 
nekaterih primerih še vedno precej zapletena in dostikrat nesmotrna. Pomanjkljivost v 
smislu smotrnosti se kaže predvsem v potrebi po različnih digitalnih potrdilih za uporabo 
različnih storitev elektronskega poslovanja. Npr. neka banka priznava digitalna potrdila 
samo določenega overitelja digitalnih potrdil. Zahtevnost uporabniške izkušnje pa je v 
večini primerov povezana z zapletenimi varnostnimi postopki in zahtevno tehnologijo.  
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Smotrnost in enostavnost uporabniške izkušnje bi lahko dosegli predvsem s centralizacijo 
krovnih ali določitvijo enega samega krovnega overitelja digitalnih potrdil, ki bi sodeloval 
pri izmenjavi podatkov in s tem omogočil boljšo meduporabo storitev elektronskega 
poslovanja, kar bi posledično prineslo manj zapletov in prijaznejšo uporabniško izkušnjo 
(Hölbl, 2015). 
3.5 PAMETNE KARTICE 
Besedna zveza pametne kartice se uporablja na veliko različnih načinov. V kolikor 
uporabimo definicijo po standardu ISO, lahko pametne kartice opredelimo kot katerekoli 
kartice z integriranim vezjem (angl. ICC – Integrated Circuit Card). Pojem kartice z 
integriranim vezjem zajema dve tehnologiji. Radiofrekvenčno oziroma brezkontaktno, ki je 
opisana že v prejšnjem poglavju, in tako imenovana kontaktno, ki bo bolj podrobno 
obravnavna v tem poglavju (Everet, 2016).  
Osnovni nameni uporabe pametnih kartic so: identifikacija nosilca – uporabnika, prenos 
podatkov, nadomestilo za denar in varno izvajanje finančnih transakcij ali variabilne 
kombinacije teh funkcij (Juripić in Trojar, 1997).  
Slika 15: Dimenzije, ki jih določa ISO ID 1 standard 
 
Vir: Everett (1992, str. 1) 
Pametne kartice s kontaktnim čipom so kartice z vidnim mikroprocesorjem v obliki zlate 
ploščice z osmimi kontaktnimi blazinicami (Slika 15). Zlato v obliki pravokotnega čipa 
velikega približno en kvadratni centimeter daje karticam značilen izgled in zagotavlja 
odlično prevodnost električnih impulzov, potrebnih za izmenjavo podatkov med čitalnikom 
in kartico. Zlato je običajna sestavina mikroprocesorjev in integriranih vezij. Pametna 
kartica je tako vsaka kartica dimenzije 85,60 x 53,98 mm, ki ima vgrajena mikroprocesor 
in spomin. Poenostavljeno lahko sestavo pametne kartice oziroma njenega »pametnega« 
dela, integriranega vezja, delimo na tri osnovne komponente: procesor, spomin in 
vhodno-izhodno enoto.  
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S pomočjo operacijskega sistema procesor določa lokacijo shranjevanja podatkov in 
upravlja z okoliščinami prenosa podatkov preko vhodno-izhodne enote. Procesor je pamet 
kartice, ki upravlja njeno delovanje. Sam namen in uporabnost kartice definira aplikacija 
oziroma definirajo aplikacije nameščene znotraj njenega pomnilnika. Aplikacije so 
podatkovne datoteke namenjene točno določeni komunikaciji na točno določen način. Ta 
v naprej določen, programiran način upravlja procesor s pomočjo operacijskega sistema. 
Aplikacije so lahko med seboj različne in namenjene uporabi na različnih področjih 
(finančne transakcije, zdravstvo, šolstvo). Za varnost pred zlorabo podatkov so varnostni 
elementi, kot na primer varnostna stikala, ki preprečujejo mehanske vdore in kripto-
koprocesorji. Skrbijo za varen kriptiran komunikacijski protokol, zagotavljajo varno 
uporabo in skoraj nemogočo poneverbo pametnih kartic (Juripić in Trojar, 1997, str.8). 
Kartice brez kriptografskega varnostnega modula so cenejše, manj varne, namenjene 
enostavnejšim aplikacijam oziroma aplikacijam, pri uporabi katerih varnost ni ključnega 
pomena.  
Slika 16: Diagram delovanja integriranega vezja pametne kartice 
 
Vir: Kilicli (2001) 
Z diagrama je razvidno delovanje integriranega vezja pametne kartice. Vsa komunikacija 
poteka preko mikroprocesorja, ki s pomočjo operacijskega sistema nadzoruje 
komunikacijski tok in varuje spomin kartice pred zlorabo (Slika 16). 
Trajen spomin (non-volatile) je pogoj, da kartico imenujemo pametna kartica. Ta hrani 
podatke, ki so ključnega pomena za delovanje kartice (podatki o nosilcu, aplikacije, itd.) 
(Juripić in Trojar, 1997, str. 5). 
Kartice z 8- ali 16-bitnim mikroprocesorjem imajo kot majhni računalniki RAM, ROM in 
EEPROM. ROM (angl. read only memory) je namenjen shranjevanju operacijskega sistema 
pametne kartice, ki kot že omenjeno upravlja z podatki shranjenimi na EEPROM-u (angl. 
Electrically Eraseable Programmable read only memory) in zaganja zaželene funkcije z 
RAM-a (angl. Random Access Memory) (Kilicli, 2001). 
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Kartice s spominom EPROM (angl. Eresable Programmeable Read Only Memory) imajo 
večji pomnilnik, ki jim omogoča shranjevanje večjega števila podatkov, vendar zaradi 
narave pomnilnika omejeno življenjsko dobo.  
Vhodno-izhodno enoto kontaktne kartice predstavljajo blazinice na čipu kartice, preko 
katerih potekata napajanje in prenos podatkov ob stiku s kovinskimi kontakti čitalca. Čip 
kartico oziroma kontaktno kartico je za razliko od brezkontaktnih kartic treba vstaviti v 
čitalnik, in s tem sprožiti komunikacijo. Brezkontaktna tehnologija sicer prinaša nekaj 
prednosti pri uporabi v primerjavi s kontaktno, na primer manjšo obrabo (ni kontakta), 
hitrost itd. Vendar vse te prednosti do sedaj še niso nadomestile kontaktnih kartic iz 
uporabe. Varnostni vidik kontaktne tehnologije so namreč zahteva večine finančnih in 
identifikacijskih aplikacij.  
Zgodovina razvoja pametnih kartic se začne sredi prejšnjega stoletja z uporabo magnetne 
steze oziroma zapisa digitaliziranih podatkov na magnetno stezo. Magnetni trak oziroma 
steza se kasneje skozi leta uveljavi, kot standardni strojno berljivi element kartice 
predvsem po zaslugi bančnih kartic, ki so tehnološko noviteto vpeljale v svoje poslovanje. 
Menjava tehnologij oziroma vpeljava prvih pametnih kartic v različne sisteme se dogaja v 
osemdesetih letih prejšnjega stoletja. Tudi kontaktne pametne kartice se kot organizirana 
rešitev pojavijo v osemdesetih letih prejšnjega stoletja, in sicer v obliki komercialne 
rešitve telefonskih kartic na območju Francije. Njihovo širšo uporabo povzroči tehnološki 
razvoj telefonije in večje število zlorab tehnologije magnetne steze ter pritiski 
mednarodnih finančnih ustanov in plačilnih sistemov, ki zahtevajo spremembo na 
področju plačilnih sredstev. V devetdesetih letih se množično začnejo uporabljati v prav 
tako standardizirani vendar manjši obliki kartice SIM v evropski telefonski mobilni 
telefoniji. Kot plačilna sredstva, ki menjujejo oziroma v začetku dopolnjujejo kartice z 
magnetno stezo, se pametne kartice pojavijo z uveljavitvijo tehničnega standarda EMV 
leta 1993. Kratica EMV predstavlja začetnice imen podjetij Europay, MasterCard in Visa, ki 
so standard ustvarile.  
Danes uporabo čip kartic lahko opazimo na številnih področjih. Poleg finančnega, v 
katerem imajo pametne kartice monopol, lahko opazimo njihovo uporabo oziroma njihove 
aplikacije tudi na drugih področjih. V zdravstvu se uporabljajo kot sredstvo identifikacije in 
prenosa podatkov. Komercialna uporaba v gostinstvu in hotelirstvu ter trgovini v obliki 
kartic za dostop in/ali kartic zvestobe. Kot nosilec digitalne identitete (certifikata) so lahko 
nosilci infrastrukture PKI in tako omogočajo varno identifikacijo ter elektronski podpis na 
spletu oziroma v elektronski obliki. Zapis biometričnih podatkov v digitalni obliki na 
pomnilnik pametne kartice pa predstavlja eno novejših metod identifikacije, ki se 
uporablja v novejših identifikacijskih dokumentih. 
Od skromnih začetkov vpeljav do današnje splošne razširjene uporabe pametnih kartic je 
minilo več kot 30 let. Tehnologija je v tem času dozorela. Navkljub napovedim o 
spremembah ter razvoju novih tehnologij, tehnologije kontaktih pametnih kartic ostajajo v 
uporabi kot ene najvarnejših tehnologij za identifikacijo, prenos podatkov ter izvajanje 
plačilnih transakcij.  
30 
4 IDENTIFIKACIJA V JAVNI UPRAVI 
Ob raziskovanju zgodovinskega razvoja identifikacijskih rešitev sem opazil povezavo med 
državo, posameznikom in identifikacijo. Identifikacijska sredstva kot način nadzora nad 
prebivalstvom so bila in so še danes gonilna sila razvoja identifikacijskih rešitev in 
sredstev identifikacije. Od začetnih knjižic do izkaznic s fotografijo in današnjih izkaznic 
ter drugih listin s strojno berljivimi čipi, ki vsebujejo biometrične podatke, so javne osebne 
listine podlaga za razvoj identifikacijskih rešitev. In čeprav so javne osebne listine v 
primeru javne uprave v uporabi samo v nekaterih primerih, po mojem mnenju glede na 
izdajatelja predstavljajo pomemben del delovanja javne uprave in kot take zaslužijo 
predstavitev.  
4.1 JAVNE LISTINE 
Čeprav zakon pojma osebni dokument ne definira, lahko kot osebni dokument opredelimo 
vsako javno listino opremljeno z fotografijo, ki jo je izdala država. Njihov namen je 
izkazovanje istovetnosti posameznika in dokazovanje njegovega državljanstva. Poznamo 
šest vrst takšnih listin, ki jih z njihovimi glavnimi karakteristikami navajam v nadaljevanju 
(Ministrstvo za notranje zadeve, 2016). 
Osebna izkaznica je eden od najpomembnejših osebnih dokumentov oziroma 
dokumentov namenjenih identifikaciji državljanov. Je neprenosljivi dokument, namenjen 
izkazovanju istovetnosti oziroma identifikaciji državljana, posameznika.  
Osebna izkaznica, ki je trenutno v uporabi na področju Republike Slovenije ima tri 
variacije glede na regijo uporabe. Poleg slovenske osebne izkaznice poznamo še 
slovensko-italijansko in slovensko-madžarsko izkaznico. Ti sta namenjeni manjšinskim 
narodnostnim skupnostim živečim na ozemlju Republike Slovenije. Od slovenske osebne 
izkaznice se razlikujeta po dodatnem jeziku, ki je poleg slovenskega in angleška jezika 
uporabljen v obrazložitvi podatkovnih polj. 
Do posedovanja osebne izkaznice so upravičeni vsi polnoletni državljani  s stalnim 
prebivališčem v Republiki Sloveniji. Za pridobitev osebne izkaznice državljanov mlajših od 
18 let morajo vlogo za izdajo osebne izkaznice izdati njihovi starši.  
Od leta 2004 se lahko osebna izkaznica uporabi tudi kot potna listina, saj na podlagi 
bilateralnih sporazumov med Republiko Slovenijo in drugimi državami omogoča prehod 
državni meja, s katerim je sporazum sklenjen. Splošni Evropski mejni režim državljanom 
držav članic Evropske unije oziroma državam znotraj schengenskega območja omogoča 
prost prehod meja. To pomeni, da identifikacija pri prečkanju meje ni potrebna, vseeno 
pa to ne pomeni, da posameznik ni dolžan pri potovanju nositi s seboj identifikacijskega 
dokumenta, saj je potreben oziroma zahtevan v večini držav (Fortuna, 2008). 
  
31 
Slika 17: Osebna izkaznica RS 
 
Vir: Cetis (2016) 
Uporabnost osebne izkaznice omogoča njen standardiziran izgled in vsebina. Opremljena 
je s točno določenimi, nekaterimi tudi strojno berljivim podatkovnimi polji in vizualnimi 
elementi. Da ne bi prihajalo do poneverb tako pomembnega dokumenta, kot je osebna 
izkaznica, pa je dopolnjena z različnimi vidnimi in s prostim očesom nevidnimi varnostnimi 
elementi. Skupaj jih ima slovenska osebna izkaznica kar osemnajst, npr: serijska številka v 
MLI (multiple laser image), reliefni zapis podatkovnih polj, RS-zapis viden samo pod 
infrardečo svetlobo, mikrotekst Republika Slovenija, strojno berljivo podatkovno polje 
OCR-B, itd.  
Potna listina oziroma potni list je neprenosljiv identifikacijski dokument namenjen 
potovanju in bivanju v tujini. Potni list je potreben za prehajanje državnih meja in se prav 
tako uporablja za namene izkazovanja istovetnosti (ZPLD-1, 1.člen). 
Slovenija na podlagi mednarodnega sporazuma in Uredbe Sveta Evropske unije o 
standardih za varnostne značilnosti in biometrične podatke v potnih listinah in potovalnih 
dokumentov, ki jih izdajajo države članica, leta 2006 sprejela nov Zakon o potnih listinah 
in s tem o izdaji novega potnega lista (Lah, 2007). Novi potni list, ki se vizualno skorajda 
ne razlikuje od starega, je biometrični potni list. To pomeni, da vsebuje biometrične 
podatke nosilca potnega lista. Na pomnilniškem mediju oziroma čipu so v elektronski 
obliki shranjeni zapisi podobe obraza in dveh prstnih odtisov.   
Zapisani podatki so kriptirani s PKI in zavarovani z elektronskim podpisom. Namenjeni so 
preverjanju istovetnosti nosilca pri prestopu državne meje. Dostop do podatkov je 
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omogočen samo uradnim osebam, ki za to potrebujejo strojno napravo za branje OCR-B 
biografske strani potnega lista. (Ministrstvo za notranje zadev RS, 2006). 
Interoperativnost, ki je zahtevana s strani Evropske unije, potni list dosega s točno 
določeno vsebino in načinom zapisa podatkov na strojno berljivem mediju oziroma čipu. 
Ta mora biti skladen z mednarodnimi standardi, kar omogoča obmejnim organom 
katerekoli države strojno branje in obdelavo podatkov shranjenih na potnem listu ne glede 
na opremo, ki jo uporabljajo (Fortuna, 2008, str.24). 
Poznamo še druge potne listine, ki tako kot potni list zagotavljajo prehod državni meja. Te 
glede na namen uporabe delimo na: diplomatski potni list, službeni potni list, potni list za 
vrnitev in potne listine, ki se izdajajo na podlagi mednarodne pogodbe (ZPLD-1, 5.člen). 
Za nosilca potne listine je po zakonu upravičen vsak državljan Republike Slovenije, ki je 
polnoleten in poslovno sposoben. V kolikor ne zadostuje tema dvema kriterijema, lahko 
vlogo za izdajo potnega lista vloži njegov zakoniti zastopnik.  
Bilateralni sporazumi med državami poleg osebne izkaznice za prehajanje meje 
omogočajo oziroma določajo tudi druge listine. Takšna listina je tudi obmejna 
prepustnica. Z njo je mogoče prehajati mejo države, s katero je sporazum sklenjen in se 
v tej državi ter doma z njo identificirati.  
Vozniško dovoljenje je osebni dokument, ki izkazuje sposobnost nosilca za vožnjo 
določenega prevoznega sredstva, za katerega je bilo vozniško dovoljenje izdano. Izdaja 
ga pristojni organ oziroma pristojna upravna enota. Za pridobitev vozniškega dovoljenja 
mora biti oseba stara najmanj 15 let in opraviti tako teoretični preizkus znanj kot tudi 
praktični preizkus znanja vožnje prevoznega sredstva, za katerega izpit opravlja.  
Veljavnost vozniškega dovoljenja je omejena glede na tip prevoznega sredstva, za katero 
je bilo vozniško dovoljenje izdano ter glede na fizično in psihično stanje osebe, ki je 
zabeleženo v zdravniškem spričevalu.  
Upoštevajoč dogovor o uvedbi enotnega evropskega vozniškega dovoljenja, sprejet na 
sedežu Evropske unije leta 2008, je Slovenija, kot ena od privih članic EU leta 2009 začela 
z izdajo prenovljenega vozniškega dovoljenja v obliki polikarbonatne ID-kartice. Razlogi za 
dogovor so ležali predvsem v varnosti. Enotne oblike naj bi omogočile enotne elektronske 
evidence in s tem olajšano medsebojno komunikacijo ter izmenjavo podatkov. S tem naj 
bi se zmanjšalo poneverjanje in olajšal postopek identifikacije nosilca ter validacije 
potnega lista. Medsebojno komuniciranje držav članic pa bo omogočilo »mednarodno 
kaznovanje« za storjene prometne prekrške v državah članicah ter preprečitev izdaje 
novega dovoljenja v primeru odvzema v drugi državi članici (Fortuna, 2008, str.61). 
Vozniško dovoljenje je sicer neprenosljiv dokument, ki ga lahko uporabljamo za 
izkazovanje istovetnosti oziroma identifikacijo. Ne zadošča kot dokazilo o državljanstvu 
osebe.  
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Orožni list je osebni dokument, saj je izdan s strani države oziroma organa državne 
uprave in vsebuje sliko. Zakon o orožju (Zoro-1B) določa, da mora za pridobitev orožnega 
lista posameznik izpolnjevati določene pogoje npr.: polnoletnost, zanesljivost, opravljen 
preizkus znanja o ravnanju z orožjem, upravičen razlog za podan zahtevek o izdaji orožne 
listine itd. Kot ena izmed orožnih listin dovoljuje posamezniku posest in nošenje 
določenega kosa ali kosov orožja. Veljavnost orožnega lista je odvisna od tipa orožja. Po 
preteku dovoljuje upravičencu posest, prepove pa nošenje in prenašanje orožja. Zakon o 
orožju poleg orožnega lista določa še druge vrste orožnih listin: dovoljenja za nošenje in 
nabavo streliva, pooblastila za nošenje in prenašanje orožja, dovoljenja za zbiranje in 
posest orožja.  
Naštevanje tako imenovanih osebnih dokumentov oziroma listin, ki jih lahko uporabimo za 
identifikacijo, in jih izda država, zaključujem s potrdilom o usposobljenosti za 
voditelja čolna. Izpit za pridobitev potrdila o usposobljenosti za voditelja čolna lahko 
opravlja vsak posameznik s stalnim prebivališčem v Republiki Sloveniji, ki je dopolnil 16 
let. Izpit oziroma preverjanje znanja se opravlja teoretično in praktično, in sicer pred 
izpitno komisijo Uprave Republike Slovenije za pomorstvo na sedežu Uprave RS za 
pomorstvo v Kopru, v prostorih Ministrstva za infrastrukturo v Ljubljani in v prostorih 
Javne agencije za železniški promet v Mariboru (Ministrstvo za javo upravo, 2016). Kot 
listina, ki jo izda država, je potrdilo o usposobljenosti za voditelja čolna državna 
identifikacijska listina.  
4.2 DRUGE IDENTIFIKACIJE 
Vsem zgoraj naštetim listinam je skupno, da se lahko uporabljajo kot sredstva 
identifikacije v upravnih postopkih in pravnem prometu. Se pa vsi ti dokumenti med seboj 
razlikujejo glede na njihovo specifično vlogo. Te so odvisne od podatkov, navedenih na 
dokumentu. Tako na primer osebne izkaznice ne moremo uporabiti za dokazovanje 
pravice posedovanja ali nošenja orožja.  
Dejstvo je, da vsaka javna listina ne zadostuje za vsa preverjanja ali obdelave podatkov. V 
kolikor vzamemo za primer postopek preverjanja osebnega naslova, ta brez listine, na 
kateri osebni naslov posameznika ni naveden, ni mogoč (Ministrstvo za notranje zadeve, 
2016). 
Zahteva določene inštitucije, pravne ali druge fizične osebe po predložitvi osebnega 
dokumenta za identifikacijo ali katerikoli drugi postopek, mora imeti zakonsko podlago ali 
osebno privolitev posameznika, katerega osebni podatki naj bi se uporabljali. Kot osebni 
podatek se šteje katerikoli podatek, ki se nanaša na določeno fizično osebo ne glede na 
obliko, v kateri je izražen. Zakonska podlaga je v splošni obliki določena z Zakonom o 
varstvu podatkov, katerega določbe definirajo razloge, ki morajo biti upoštevani za in pri 
uporabi osebnih podatkov. Kot uporaba osebnih podatkov se šteje vsako delovanje v zvezi 
z osebnimi podatki, ki vključuje ročno ali avtomatizirano obdelavo, zbiranje, pridobivanje, 
urejanje, shranjevanje, spreminjanje, priklicanje, vpogled, sporočanje in podobno (ZVOP-
1-UPB1, 6.člen). Zakon prav tako določa izjeme in okoliščine izjem uporabe osebnih 
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podatkov brez privolitve posameznika oziroma izven običajne zakonske podlage, kot na 
primer v primeru varovanja življenjskih interesov posameznika. Podrobnejše določbe in 
opredelitve uporabe osebnih podatkov po posameznih področjih urejajo področni zakoni 
za to področje npr. Zakon o javnih uslužbencih.  
Ugotavljamo, da se javne listine v javni upravi uporabljajo predvsem za identifikacijo 
posameznika. Ali je to uporaba identifikacije posameznika za izvajanje upravnih postopkov 
ali za identifikacijo v smislu kontrole dostopa ob vstopu v objekt ali pa področje, ki je v 
okvirju inštitucij javne uprave.  
Drugi načini ali sredstva identifikacije v javni upravi so prav tako vezani na izvedbo 
postopkov ali na omejevanje dostopa. Razlikujejo se predvsem v načinu oziroma metodi 
izvrševanja identifikacijskega in/ali verifikacijskega postopka ter v vrsti identifikacijskih 
sredstev, uporabljenih za izvedbo postopka.  
Kot primer dobre prakse lahko na podlagi raziskave zbranih informacij izpostavim edini 
centralizirani sistem identifikacije znotraj javne uprave SIGOV-CA (angl. Slovenian 
GOVernmental Certification Authority). Nosilec sistema in izdajatelj ter overitelj digitalnih 
potrdil je Center Vlade Republike Slovenije za informatiko, ki deluje pod okriljem 
Ministrstva za javno upravo Republike Slovenija. Po vsebini se ločuje v štiri sklope zaradi 
področij, ki jih posamezni sklopi pokrivajo. SIGOV-CA pokriva področje izdaje kvalificiranih 
potrdil za institucije javne uprave. SIGEN-CA (angl. Slovenian GENeral Certification 
Authority) kot izdajatelj kvalificiranih potrdil pokriva področje poslovnih in fizičnih oseb. 
SI-TSA (angl. Slovenian Time Stamping Authority) je namenjen izdaji časovnih žigov, ki se 
uporabljajo za zagotavljanje povezovanja digitalnega podpisa z dotičnim digitalnim 
potrdilom in datumom ter časom. (Ministrstvo za Javno upravo, 2016 ).  
CSCA-SI (angl. Country Signing Certificate Authority Slovenija) je izdajatelj digitalnih 
potrdil za sisteme podpisovanja podatkov DS (and. document signer) za potrebe 
biometričnih potnih listin. Ustanovljen je bil leta 2006.   
Tehnologija delovanja digitalnih potrdil kot sredstva za izkazovanje istovetnosti je 
podrobneje opisana v poglavju tehnologij identifikacijskih sredstev. Tako se lahko sedaj 
posvetimo opisu SIGOV-CA kot sredstvu oziroma identifikacijski rešitvi znotraj javne 
uprave. Digitalno potrdilo, izdano s strani SIGOV-CA, se uporablja za upravljanje s podatki 
javne uprave, za dostop in izmenjavo podatkov, s katerimi upravlja javna uprava, za 
varno elektronsko komuniciranje med imetniki digitalnih kvalificiranih potrdil in za storitve 
oziroma aplikacije, ki zahtevajo uporabo digitalnih potrdil izdajatelja MJU. Potrdila, izdana 
s strani SIGOV-CA, niso namenjena samo fizičnim osebam zaposlenim v inštitucijah 
znotraj javne uprave. Namenjena so tudi omejenim dostopom do podatkov in so tako 
lahko vezana na funkcijo znotraj državne uprave. Lahko so spletna digitalna potrdila za 
posameznike ali funkcije, strežniška potrdila in potrdila za podpis digitalne kode in 
posebna potrdila za izdajatelje varnih časovnih žigov ter za sisteme za preverjanje 
veljavnosti digitalnih potrdil. Praviloma se kvalificirana digitalna potrdila za zaposlene in 
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splošne nazive izdajajo na sredstvih za elektronsko podpisovanje oziroma v našem 
primeru na pametnih karticah (čip karticah). Po naši zakonodaji je potrdilo, ki je bilo 
prevzeto na varno sredstvo za elektronsko podpisovanje in omogoča izdelovanje 
elektronskega podpisa, enakovredno lastnoročnemu podpisu. Prevzem potrdila brez 
pametne kartice je mogoč izjemoma in samo v primerih, v katerih uporaba pametne 
kartice v okolju delovanja, tehnično ni mogoča (Ministrstvo za Javno upravo, 2016 ). 
Pametne kartice so tako kot sredstvo identifikacije in verifikacije stvar vsakodnevnega 
življenja javnega uslužbenca že več kot desetletje. Sistem navkljub svoji zapletenosti z 
vidika povprečnega končnega uporabnika, ki si težko predstavlja abstraktnost pojma 
digitalne identitete in njene varnosti, uspešno deluje. Digitalno podpisovanje dokumentov, 
šifriranje in dešifriranje elektronskih sporočil ter spletne komunikacije itd. je z vidika 
varnosti s sistemom digitalnih potrdil SIGOV-CA zagotovljeno.  
V nasprotju s primerom dobre prakse kot je SIGOV-CA, pa sem med raziskavo opazil 
veliko ne tako uspešnih sistemov. Ti so v veliki večini povezani s kontrolo pristopa in 
evidenco delovne prisotnosti oziroma evidenco delovnega časa. Na tem področju je v 
sistemih javne uprave opaziti veliko avtomatizacije in uvajanja novih tehnologij v obliki 
sistemov avtomatične identifikacije. Starejše tehnologije kot na primer črtna koda ali 
magnetna steza so zamenjale bolj uporabne radiofrekvenčne rešitve. To sicer z vidika 
delovanja predstavlja napredek, vendar decentralizacija različnih sistemov v državnih 
organih ali tudi znotraj posameznega državnega organa prinaša zmedo in 
nekonsistentnost.  
Različni sistemi znotraj različnih entitet javne uprave se med seboj razlikujejo tudi po tipu 
RF-sistemov, ki so v uporabi. V nekaterih inštitucijah javne uprave so tako v uporabi še 
enostavni nizkofrekvenčni 125-kHz sistemi, katerih medije je enostavno ponarediti. Spet 
druge inštitucije pa imajo že posodobljene med seboj povezljive sisteme, ki večinoma 
temeljijo na visokofrekvenčni 13,56-MHz tehnologiji. Prav tako je opaziti ločene 
identifikacijske sisteme, ki delujejo na isti tehnologij, pa prav tako niso povezani. Temu 
botruje nepovezljivost sistemov, ki jih ponujajo ponudniki identifikacijskih rešitev na 
tržišču pa tudi nepoznavanje in neusklajenost državnih organov pri nakupu ter 
implementaciji teh rešitev. Najopaznejša nezdružljivost sistemov je vidna predvsem v 
neprenosljivosti medija iz enega v drug sistem. Tako znotraj javne uprave obstajajo 
državni organi, ki istočasno ločeno uporabljajo tri do štiri sisteme identifikacije, vse 
delujoče na isti tehnologiji. Uslužbenec organa javne uprave ima tako npr. daljinec za 
dvigovanje zapornice na službenem parkirišču, kartico za vstop v objekt in ločeno kartico 
za prijavo v sistem beleženja delovnega časa. Čeprav v določenih primerih vse naštete 
rešitve uporabljajo isto tehnologijo in bi bilo tehnološko mogoče poenotiti nekatere 
segmente njihovega delovanja, se sistemi zaradi zaprtosti ne morejo združevati. K 
zaprtosti sistemov pripomorejo tudi visoke začetne investicije potrebne za implementiranje 
identifikacijskih rešitev in visoki stroški vzdrževalnih pogodb. Ti vsak poizkus 
poenostavljanja ali združitve sistemov prikažejo kot ekonomsko nesmotrnega. 
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Tabela 1: Nosilci in namen uporabe kvalificiranih digitalnih potrdil 
 posebno kvalificirano 
potrdilo 




za državne organe: 
- za zaposlene 
- za splošne nazive 
- za izdajatelje varnih časovnih žigov 
 
za državne organe: 
- za zaposlene 
- za splošne nazive oz. organizacijske enote 
- za strežnike 
- za podpis kode 
- za sistema za preverjanje veljavnosti  
digitalnih potrdil 
ključi  2 para ključev:  
- par za podpisovanje/overjanje podpisa 
- par ključev za šifriranje/dešifriranje 
1 par ključev: 






- šifriranje in dešifriranje datotek ter direktorijev 
- digitalno podpisovanje 
- avtentikacija 
- za varno komuniciranje med imetniki potrdil 
overitelja na MJU 
- uporaba Entrust- ready aplikacij in specifičnih 
aplikacij, kjer se zahteva 
   uporaba potrdil SIGOV-CA 
 
- šifriranje in dešifriranje 
- digitalno podpisovanje 
- avtentikacija 
- izmenjava podatkov z institucijami javne uprave 
- za varno komuniciranje med imetniki potrdil 
overitelja na MJU 
- za storitve oz. aplikacije, kjer se zahteva uporaba 
potrdil SIGOV-CA 
dolžina ključev 2048 bitov 2048 bitov 
veljavnost 5 let 5 let 
regeneriranje možno (na zahtevo imetnika) ni možno 
 
odkrivanje ključa za 
dešifriranje 
možno (na zahtevo predstojnika, pristojnega 


















podaljševanje avtomatično ni možno 
Vir: Ministrstvo za Javno upravo (2016)  
V primeru zaprtih sistemov oziroma postopkov je slika popolnoma drugačna. 
Identifikacijske rešitve oziroma sistemi znotraj svojega področja delovanja delujejo 
odlično. Avtomatizacije in s tem skrajševanje postopkov povečujejo učinkovitost 
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zaposlenih in storitev javne uprave. Kot primer naj navedem sisteme evidence delovnega 
časa. Te omogočajo beleženje delovnega časa zaposlenih in v veliki večini povezovanje 
podatkov z računovodskimi sistemi, preko katerih se obračunavajo plače. Duhamorni vnos 
delovnih ur zaposlenih, ki so ga pred leti zaposleni v kadrovski službi morali opravljati vsak 
mesec, je tako avtomatiziran. S tem organizacija prihrani na času in strošku dela.  
Večjo problematiko je opaziti v primeru postopkov identifikacije, kjer je potrebna 
podatkovna povezljivost med bazami podatkov. Postopki se nerazumno podaljšujejo, ker 
tehnološko medsebojno niso dovolj podprti oziroma so zastareli in predvidevajo metode, 
ki niso optimalne. Podaljševanje postopkov je občutno tako za zaposlene znotraj javne 
uprave kot tudi državljane, ki sodelujejo v postopkih kot stranke. Oddaje in pošiljanje 
vlog, izpolnjevanje podatkov v formularje, ki bi lahko bili dostopni preko elektronskega 
dostopa do drugih evidenc itd. Vse to povečuje birokratizacijo javne uprave in postopkov 
povezanih z njo. Čeprav naj bi identifikacijske rešitve pripomogle pri skrajševanju 
postopkov, opažam, da se postopki zaradi njih dostikrat podaljšujejo. Tudi tukaj je glavni 
problem v nepovezovanju. Zakonske omejitve, namenjene ščitenju zasebnosti 
posameznika, se v postopkih izrodijo v birokratske ovire, ki otežujejo življenje zaposlenim 
in uporabnikom.  
Optimizacija in centralizacija informacijskega sistema celotne javne uprave je bila in je 
načrtovana že nekaj let. Projekt naj bi se imenoval »kvantni skok« in čeprav ostala 
ministrstva in organi javne uprave o njem naj ne bi bili uradno obveščeni, naj bi projekt, 
ki bi ga naj vodil Direktorat za informatiko in e-storitve, že potekal. Predmet projekta naj 
bi bil centralizacija in modernizacija obstoječih ločenih informacijskih sistemov ter prehod 
v storitve v oblaku. Ključni cilji projekta pa naj bi bili nižanje stroškov in povečanje 
avtonomnosti informacijskega sistema (Tavčar, 2015). 
Prenova sistema bi bila koristna tudi za sisteme identifikacijskih rešitev, ki bi lahko z 
združitvijo platform postali kompleksnejši toda fleksibilnejši. Čeprav morajo biti  
postopkovno v skladu z zakonom bi bili v primeru enotnega identifikatorja, ki bi povezoval 
različne baze učinkovitejši.  
V javni upravi se identifikacijske rešitve uporabljajo tudi v druge namene, ki tehnološko 
zajemajo kar nekaj različnih tehnologij. Za potrebe identifikacije upravičenca storitev 
javnega zdravstva oziroma za izkazovanja plačanih obveznosti zavarovanca je rešitev v 
obliki pametne zdravstvene izkaznice že standardna rešitev, ki je implementirana v naš 
zdravstveni sistem. Pred nedavnim je bila posodobljena še za dvig zdravil na recept. Naj 
naštejem še nekaj manj poznanih sistemov identifikacije, ki se uporabljajo v javni upravi. 
Identifikacija na podlagi črtne kode za popis inventure, radiofrekvenčna tehnologija za 
identifikacijo potnikov pri javnih prevozih in za identifikacijo občana pri odlaganju smeti za 
potrebe ločevanja in reciklaže, RF identifikacija šolarjev pri razdeljevanju šolske prehrane, 
identifikacija živali itd.  
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Ugotovimo lahko, da je pojem identifikacije v javni upravi širok, saj zajema kar nekaj 
postopkov in storitev. Večina tehnologij, ki sem jih opisal, je uporabljenih znotraj 
identifikacijskih rešitev javne uprave. Nekatere uspešno, druge malo manj uspešno. 
Večino problemov delovanja sistemov povzroča parcialno delovanje oziroma medsebojna 
ločenost obstoječih sistemov. Sistemi sami zase oziroma znotraj svojega območja 
delovanja delujejo uspešno in učinkovito. Problem nastaja pri povezovanju nekaterih 
podatkov znotraj postopkov javne uprave, tako internih kot zunanjih.   
Menim, da bi večino opaženih in opisanih pomanjkljivosti lahko odpravili s centralizacijo 
nekaterih delov informacijskega sistema. Nujna prenova informacijskega sistema javne 
uprave, ki že poteka, je korak v pravo smer, saj bo po mojem mišljenju prinesla veliko 
rešitev v smislu informacijske povezanosti. Tehnološko poenotenost pa bo kasneje na 
podlagi enotne platforme precej lažje doseči.  
4.3 IDENTIFIKACIJSKE REŠITVE V MESTNI OBČINI LJUBLJANA 
Mestna občina Ljubljana zaradi nekaj specifičnih projektov močno izstopa iz povprečja in 
zato predstavlja dobro izhodišče za analizo ter primerjavo delovanja različnih 
identifikacijskih rešitev znotraj enega območja.  
Javni potniški promet je v večini primerov razlog za razvoj in implementacijo mestnih 
kartic. Avtomatična identifikacija oziroma elektronsko plačevanje storitev v potniškem 
prometu prinaša obilo prednosti tako za uporabnika kot tudi za izvajalca storitve. Hitrejši 
pretok potnikov, manjša obremenjenost voznikov in pridobivanje ter obdelava informacij o 
pretoku potnikov so nekatere od prednosti, ki jih prinaša identifikacijski sistem elektronske 
vozovnice oziroma  e-vozovnica.  
Mestna občina Ljubljana je leta 2008 pričela z uvajanjem rešitve elektronske vozovnice 
oziroma identifikacijske rešitve v obliki Enotne mestne kartice, ki se imenuje Urbana (Slika 
18). Kot v večini drugih primerov drugod po svetu je bila za medij elektronske vozovnice 
izbrana brezkontaktna oziroma radiofrekvenčna tehnologija.  
Primere multifunkcijskih mestnih kartic poznamo že iz tujine v uspešnih in manj uspešnih 
izvedbah. Verjetno najbolj poznana in uspešna primera sta »Oyster card« v Londonu in 
»Octopus card« v Hong-Kongu. V obeh primerih je e-vozovnica prerasla v plačilno 
identifikacijsko sredstvo znotraj mesta. 
Zdi se, da je mestna občina Ljubljana pred začetkom uvajanja Urbane dobro preučila tuje 
primere. V izogib nevarnosti poneverbe, ki je bila zaradi odmevne novice o kopiranju 
kartice tipa Mifare v tistem času zelo aktualna, je bil izbran takrat najnovejši tip kartice s 
kripto-soprocesorjem Mifare DESfire EV1. Mifare standard proizvajalca NXP 
Semiconductors je eden najbolj uporabljenih standardov pametnih kartic, ki se uporabljajo 
za elektronske transakcije v zadnjih letih. Kartice tipa Mifare DESfire so visokofrekvenčne 
kartice, ki delujejo na frekvenci 13,56 MHz in vsebujejo 8 KB pomnilnik ter kripto-
soprocesor. Pomnilnik omogoča fleksibilen datotečni sistem, ki je primeren za več 
aplikacijsko strukturo, kar je za delovanje mestne kartice zelo primerno (Geeta, 2008). 
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Slika 18: Terminska izkaznica in vrednostna kartica Urbana 
 
Vir: Javni holding Ljubljana (2016) 
Urbana je debetna plačilna kartica, kar pomeni, da je za razliko od kreditnih ali bančnih 
kartic predplačniška. Kot taka predstavlja tako imenovano elektronsko denarnico, na 
kateri lahko hranimo določeno dobroimetje, ki pa ne sem presegati zneska petdesetih 
evrov. Čeprav v primeru elektronskih denarnic govorimo o samostojnem »offline« 
(nepovezanem) sistemu, je sitem Urbane zasnovan drugače. Vsaka transakcija se beleži v 
procesnem centru in je kot taka vedno preverljiva s podatki transakcij, ki jih hrani kartica. 
Kot rešitev z vidika identifikacije brezimenska oziroma prenosljiva kartica Urbana nima 
prave vrednosti. Sicer procesni center beleži aktivnosti kartice, ki pa jih ne moremo 
povezovati z določeno osebo. Imenska Urbana pa predstavlja zanimivo identifikacijsko 
rešitev, ki uporabniku omogoča vrsto storitev znotraj mestne občine Ljubljana. Poleg 
plačila storitev javnega prevoza lahko kot lastnih imenske kartice Urbana uporabnik 
izkaznico uporablja še za nakup mesečne vozovnice, plačilo izposoje koles preko javnega 
sistema izposoje koles v Ljubljana, registracijo in plačilo storitev knjižnic na območju ter 
pod upravo MOL, plačilo parkirnin na parkiriščih upravljanjih s strani javnega prevoza 
ljubljanskega potniškega prometa, plačilo storitve prevoza z mestno vzpenjačo.  
Slika 19: Zemljevid mest, ki uporabljajo mestno kartico 
 
Vir: European Cities Marketing (2014) 
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V letu 2015 so bile storitve plačevanja javnega potniškega prometa razširjene tudi na 
primestni potniški promet. Obstajajo tudi novejše variacije kartice Urbana na primer 
turistična in otroška. Te prinašajo dodatne prednosti določenim uporabnikom. Razvoj 
mobilne aplikacije za telefone, ki omogočajo NFC komunikacijo, pa je Urbano kot projekt 
Enotne mestne kartice, prenesel na raven moderne digitalne infrastrukture. 
Drugi primer uporabe identifikacijskega sistema na območju MOL je primer identifikacijske 
kartice za odlaganje smeti v podzemne zabojnike. Projekt podzemnih zabojnikov je bil 
prav tako kot projekt Enotne mestne kartice, zagnan leta 2008. Namen projekta je 
ureditev odlagališč smeti in postopka odlaganja znotraj mestnega centra Ljubljane. S tem 
se lepša podoba mestnega centra in delno povečuje prometna varnost. Prav tako je 
sistem namenjen obračunavanju storitev odvoza in obdelave smeti za gospodinjstva.  
Slika 20: Identifikacijska kartica za odlaganje smeti v podzemne zbiralnice 
 
Vir: Snaga (2016) 
Identifikacijska kartica se uporablja za dostop do podzemnih zbiralnic odpadkov. Kartico 
uporabnik prisloni k radiofrekvenčnemu čitalniku, ki se nahaja na zunanji enoti. Ta 
prebere serijsko številko kartice in jo preveri v bazi podatkov, da preveri ali je uporabnik 
vključen v sistem zbiranja odpadkov. V kolikor je, pošlje povratni signal mehanizmu, ki 
odpre pokrov zunanje enote, in s tem omogoči uporabniku odlaganje smeti določenega 
volumna. Po uspešnem odlaganju smeti spominska enota nameščena v zunanji enoti 
zabeleži datum, uro, volumen in identifikacijsko številko uporabnika. Ti podatki se preko 
podatkovne povezave (GPRS) prenesejo v računalniški sistem, ki na njihovi podlagi 
obračunava mesečni strošek komunalnih storitev za posameznika oziroma gospodinjstvo. 
Odlagalna enota se napaja preko sončnih celic, ki delujejo kot lastni vir energije.  
Kartica ni personalizirana, kar pomeni, da ne nosi osebnih podatkov nosilca. Na sebi ima 
natisnjeno samo serijsko številko. Je pa povezana z nosilcem preko identifikacijske 
številke kartice zapisane na čipu in baze podatkov javnega komunalnega podjetja Snaga. 
Do kartice je upravičen vsak uporabnik oziroma vsako gospodinjstvo v okolišu podzemnih 
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zbiralnic. Vsak uporabnik lahko stanje oziroma statistiko uporabe svoje kartice preveri 
preko spletne strani javnega komunalnega podjetja Snaga.  
Uporabljana tehnologija temelji na radiofrekvenčni tehnologiji, ki pa je za razliko od 
Urbane nizkofrekvenčna. Nizkofrekvenčne tehnologije se uporabljajo v sistemih 
identifikacije smeti standardno, saj imajo krajšo bralno razdaljo in so manj občutljive na 
odboje in motnje radiofrekvenčnega valovanja. Večja zanesljivost je v primeru velike 
verjetnosti prisotnosti kovin in drugih motečih zunanjih dejavnikov zelo pomembna.  
Končni cilj sistema, ki je kot tak del celotnega komunalnega sistema odvoza smeti, je 
obračunavanje stroška odvoza smeti glede na dejansko količino ustvarjenih smeti enega 
gospodinjstva. Ta cilj še ni dosegljiv, je pa omenjeni sistem odlagališč z implementirano 
identifikacijsko rešitvijo en od primerov poti do tega cilja.  
Slika 21: Članska izkaznica NUK-a 
 
Vir: NUK (2015) 
Poleg omenjenih primerov je v Ljubljani še kar nekaj ločenih sistemov identifikacije. 
Predvsem so pogoste identifikacijske rešitve za parkirišča, ki temeljijo na enkratni 
identifikaciji uporabnika in za to uporabljajo različne tehnologije. V Ljubljani prav tako 
obstaja ločena rešitev knjižnične kartice v okviru Narodne in univerzitetne knjižnice. Ta 
ima popolnoma ločen sistem od mestnih knjižnic, ki kot knjižnično kartico uporabljajo 
enotno mestno kartico Urbana. Tudi kartica NUK-a je brezkontaktna kartica. Uporablja se 
za identifikacijo knjižničnega člana pri izposoji gradiv in za verifikacijo člana pri vstopu v 
čitalnico ter dostop oziroma registracijo ob uporabi računalnikov v veliki čitalnici knjižnice.  
Projekti mestnih kartic vsepovsod po svetu dokazujejo uporabnost in učinkovitost 
identifikacijskih rešitev na območjih mestnih občin. Prednosti uporabljenim sistemom 
prinašajo predvsem združitve različnih do sedaj parcialnih rešitev, ki jih mestna kartica kot 
enotni identifikacijski sistem omogoča.  
Začetke uvedbe mestnih kartic lahko ob pregledu svetovnih prestolnic zaznamo že konec 
prejšnjega stoletja. Hong-Kong že konec osemdesetih let začne z uvajanjem kartice, ki je 
danes poznana pod imenom Octopus card (slo. Kartica hobotnica). V časih uvajanja 
42 
kartice se je uporabila takrat poznana tehnologija magnetne steze. Z leti pa jo seveda 
nadomesti bolj uporabna tehnologija RFID, ki je prisotna tudi v večini drugih projektov 
mestnih kartic danes. Na Evropskih tleh se projekt mestnih kartic začne z letom 2003 in 
prvo izdajo londonske Oyster card (slo. Kartica ostriga). Ta kartica, sicer v tistem času 
namenjena samo kot plačilno sredstvo javnega potniškega prometa, je hitro presegla 
okvirje transporta. Njena uporabnost se, kot v primeru drugih projektov mestnih kartic, 
kmalu razširi na druga področja.  
Dandanes so mestne kartice prisotne v velikem številu evropskih mest (Slika 19). Večina 
jih je, kot v primeru Urbane, namenjena plačilu javnega transporta. Glede možnosti 
uporabe na drugih področjih pa je ta odvisna od krajevne infrastrukture. Čeprav Urbana, 
kot identifikacijska rešitev še ne pokriva vseh načrtovanih področij, je v prihodnje 
pričakovati razširitve projekta. Predvsem uporaba mestne kartice kot plačilnega sredstva 
za različne nakupe izdelkov in storitev na področju mestne občine pa tudi širše. Projekt 
enotne mestne kartice Ljubljana je v primerjavi z drugimi projekti Evropskih mestnih kartic 
glede na vsebino in izvedbo eden najnaprednejših v Evropi. 
Na podlagi pregleda identifikacijskih rešitev, ki so v uporabi na področju mestne občine 
Ljubljana, lahko zaključim, da je mestna občina Ljubljana dober primer uspešne uporabe 
različnih identifikacijskih rešitev. Iz naštetih primerov je razvidno, da identifikacijske 
rešitve niso namenjene samo nadzoru prebivalstva ali avtomatični identifikaciji (AIT-
Automatic identification technology), ki jo uporabljajo v proizvodnih ali trgovinskih 
procesih. Poleg boljšega nadzora oziroma zaradi njega in avtomatske obdelave podatkov 
(angl. Automated data collection - ADC) identifikacijske rešitve prinašajo večjo 
učinkovitost tudi v primerih sistemov javnih storitev. Z povečanjem učinkovitosti sistema 
se namreč zvišuje tudi kakovost storitve (npr. odvoz komunalnih odpadkov). Kakovost 
javnih storitev pa močno vpliva na življenje občanov.  
V kolikor bodo projekti mestne občine Ljubljana potekali v začrtanih smernicah, lahko 
pričakujemo še enotnejšo in obširnejšo rešitev v obliki enotne mestne kartice mestne 
občine Ljubljana. Ta rešitev je in bo namenjena vse širšemu krogu ljudi. Tako občani kot 
tudi dnevni obiskovalci uporabljajo in bodo uporabljali enotno identifikacijsko rešitev za 
koriščenje storitev na področju mestne občine tudi v prihodnje.  
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5 ZAKLJUČEK 
V pregledu zgodovinskega razvoja so bili predstavljeni poglavitni razlogi za uvajanje 
identifikacijskih rešitev, ki so se in se še uporabljajo tudi v javni upravi ali v povezavi z 
njo. Razlogi se skozi leta niso menjali oziroma potreba po uporabi rešitev identifikacije 
ostaja. Napredek in razvoj tehnologij sta prinesla nove načine uporabe sredstev 
identifikacije. Ti so prav zaradi tehnologije prisotni na različnih področjih, na katerih se še 
do pred kratkem niso uporabljali. Avtomatska identifikacija in avtomatska obdelava 
podatkov so prednosti sistemov, ki skrajšujejo postopke, ki so se pred uvedbo teh rešitev 
izvajali ročno in so bili zamudni. 
Pomanjkljivosti rešitev, ki so trenutno v uporabi, je predvsem v njihovi nepovezljivosti. 
Uvajanje tehnoloških rešitev, ki jih med seboj ne moremo združevati, je tako z 
uporabniškega kot tudi gospodarskega vidika nesmotrno. Delujoči sistemi so med seboj 
ločeni tako po načinu identifikacije kot tudi po vsebini in načinu obdelave podatkov. In 
prav nezdružljivost oziroma nezmožnost medsebojne izmenjave podatkov predstavlja 
problem. Rešitve se uporabljajo v večini parcialno, čeprav bi jih lahko mnogokrat poenotili 
brez tveganja zlorabe sistema, kar je razvidno iz primerov dobre prakse, ki so bili 
izpostavljeni.  
Ugotovimo lahko, da so identifikacijski sistemi kot posamezne rešitve zelo učinkoviti in 
služijo svojem namenu, žal pa so s strani organizacij oziroma države večinoma ne 
poenoteni. Enotna strategija uporabe identifikacijskih rešitev v povezavi z enotnim 
informacijskih sistemom bi prinesla prednosti v učinkovitosti celotnega aparata javne 
uprave oziroma večjo učinkovitost pri izvajanju storitev.  
Nekateri uspešno izvedeni projekti, kot na primer SIGOV-CA, Urbana in projekti v teku 
(»kvantni skok«) nakazujejo na uvajanje enotne strategije, in s tem po mojem mišljenju 
delajo korak v pravo smer. Navkljub bojazni pred povečano uporabo osebnih podatkov in 
»velikim bratom«, ki spremlja vsak naš korak, je poenotenje na področju identifikacijskih 
rešitev nujno potrebno. Z enotno strategijo in centralizacijo podatkovnih baz se bo 
povečala učinkovitost sistemov javne uprave, in s tem kakovost opravljenih storitev, kar 
posledično vpliva tudi na kakovost življenja državljanov.  
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