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Abstrakt
Tato práce se zabývá návrhem a implementací systému pro vzdálený přístup k zařízením
přes počítačovou síť. Konkrétně jde o zařízení sériového portu a vstupu zvukového zařízení.
Prvním krokem práce bylo udělat průzkum na poli dostupných řešení a dané problematiky
se zaměřením na aplikace, které by byli možné integrovat do výsledného systému. Pro za-
řízení sériového portu bylo potřeba najít řešení, které by umožňovalo přesměrovávat data
z fyzického zařízení do počítačové sítě a na klientském systému vytvářet virtuální sériové
porty, pomocí kterých by uživatelé přistupovali k těmto zařízením. Pro přenos audio proudů
ze vstupních zvukových zařízení přes počítačovou síť byl zvolený protokol RTP, který vyka-
zuje dobré vlastnosti na přenos dat v reálném čase. Také byli popsané možnosti jak přijatý
RTP proud na klientském systému zpracovat. Výsledkem práce je komplexní systém, který
integruje funkcionalitu uvedených nástrojů do jednoho celku.
Abstract
This Master’s thesis deals with design and implementation of a system that can access
remote devices through computer network. Specifically, the serial port devices and audio
input devices. The first step of the thesis was to do a survey in the field of similar available,
focusing on applications that could be integrated into the final system. For serial port
devices, it was necessary to find a solution that would allow redirecting data from the
physical device to a computer network and creating virtual serial ports on client systems,
through which would users access these devices. To transfer audio streams from audio input
devices through computer network was chosen RTP protocol, which is well suited for data
transmission in real time. The thesis also contains the description of handling received RTP
stream on a client system. The result is a complex system that integrates the functionality
of mentioned tools into a single unit.
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Kapitola 1
Úvod
V dnešnej dobe je cena hardvéru výrazne nižšia ako tomu bolo pred 20 rokmi, čo spôsobilo,
že počítače sa stali prístupnejšie pre ľudí. Aj na pracovisku má počítač každý, kto ho ku
svojej práci potrebuje. Môžu však nastať situácie, kedy nie je možné vybaviť potrebný počet
pracovných staníc požadovaným periférnym zariadením napríklad z dôvodu jeho ojedinelosti
alebo vysokej cene. Možným riešením by bolo prenášanie dotyčného zariadenia na pracovné
stanice, na ktorých je potreba so zariadením v danej chvíli pracovať. Tento jednoduchý
spôsob zdieľania však narazí na problémy, ak je dotyčné zariadenie príliš veľké, alebo sa
nachádza v inej, vzdialenej, lokalite.
Lepším riešením daného problému je pripojiť zariadenie k jednej pracovnej stanici, ktorá
je pripojená do počítačovej siete a pristupovať k tomuto zariadeniu vzdialene. Týmto bude
možné so zariadením pracovať z ľubovoľného počítača pripojeného do rovnakej siete, prí-
padne aj z iného konca sveta prostredníctvom internetu. Aby bola práca so vzdialeným
zariadením plnohodnotná je nutné pre obslužné aplikácie vytvoriť ilúziu, že je dané vzdia-
lené zariadenie pripojené priamo na lokálnom systéme.
Táto práca sa zaoberá návrhom a implementáciou systému, ktorý umožňuje vzdialenú
prácu so zariadeniami komunikujúcimi cez sériový port a zariadeniami, ktoré poskytujú
zvukový vstup. Systém má poskytovať správu práv užívateľov na používanie zariadení a
možnosť si rezervovať zariadenie na výlučné použitie v zvolenú dobu.
Práca vychádza zo semestrálneho projektu, z ktorého preberá informácie o prieskume
dostupných nástrojoch, pomocou ktorých je možné prenášať požadované typy komunikácie
cez počítačovú sieť a doplňuje ho o novo nadobudnuté poznatky. Tejto tématike je veno-
vaná úvodná kapitola. V ďalšej kapitole sú popísané niektoré sériové protokoly s dôrazom
na štandard RS-232, a tiež aj architektúra zvukovej karty so zameraním na parametre,
ktoré je potrebné poznať pri implementácii prenosu cez sieť. V tejto časti sú ďalej nazna-
čené spôsoby prenosu dát počítačovou sieťou zo spomínaných zariadení, a tiež možnosti
sprístupnenia prenesených dát na klientskom systéme. Oproti semestrálnemu projektu je
rozšírená kapitola ohľadne návrhu systému, ktorá sa zaoberá dekompozíciou systému na me-
nšie celky a s pomocou jazyka UML ich bližšie špecifikuje. Na kapitolu návrhu nadväzuje
časť práce venovanej samotnej implementácií serverovej a klientskej časti systému. Zaoberá
sa najmä integráciou už hotových nástrojov do jedného celku a vytvorením vhodného ko-
munikačného rozhrania medzi nimi a hlavnou aplikáciou. Posledná kapitola práce popisuje
nasadenie systému do cieľového prostredia, jeho používanie a obsahuje námety pre možné
rozšírenia a vylepšenia systému.
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Kapitola 2
Prieskum súčasného stavu
V tejto kapitole sú zhrnuté výsledky prieskumu, ktorý bol zameraný na dostupné riešenia
pre zdieľanie zariadení medzi viacerými užívateľmi prostredníctvom počítačovej siete. Z
každej kategórie riešení bolo vybraných niekoľko zástupcov, na ktorých bola znázornená ich
principiálna činnosť.
Väčšina softvérových aplikácii bolo platených a určených pre operačný systém Windows.
Prevládali aplikácie na zdieľanie USB zariadení, ale k dispozícii sú aj systémy pre zdieľanie
sériových portov. Systémy pre zdieľanie audio zariadení sú dostupné väčšinou prostred-
níctvom serverov, ktoré využívajú niektorý z protokolov na prenos multimediálnych dát v
reálnom čase.
Z pohľadu riadenia prístupu boli niektoré aplikácie vybavené možnosťou jednoduchej
autentizácie prihlasovacím menom a heslom, avšak pokročilejšie možnosti v podobe prideľo-
vania práv užívateľom pre používanie daného zariadenia, či vyhradenie výlučného prístupu
na konkrétnu dobu nájdené aplikácie neposkytovali.
2.1 Systémy na zdieľanie sériového portu
Jednou z aplikácií určených na zdieľanie sériových portov je aplikácia Network Serial Port
Kit [28]. Aplikácia vystupuje ako v roli servera na strane, kde sa nachádza fyzické zariade-
nie, tak aj v úlohe klienta na strane, kde je požadované so zariadením pracovať. Zariadenia
sa na vzdialených systémoch sprístupňujú prostredníctvom virtuálnych sériových portov,
ktoré aplikácia vytvára za behu bez nutnosti reštartovať počítač. Na strane serveru sa cez
grafické rozhranie aplikácie vyhradí sieťový port, na ktorom sa budú očakávať spojenia od
klientov pre vybrané fyzické zariadenie. Na strane klienta sa virtuálnemu portu priradí ad-
resa vzdialeného počítača a sieťový port, na ktorom očakáva spojenie server so zariadením.
Pri otvorení virtuálneho portu aplikáciou sa automaticky nadviaže spojenie so serverom
a ten predáva prijaté dáta zo siete na sériový port fyzického zariadenia. Na strane ser-
vera je taktiež možné použiť virtuálny sériový port namiesto skutočného zariadenia, čo sa
hodí v prípade, ak je nutné prepojiť vzdialené aplikácie komunikujúce cez sériový port.
Pri tomto type komunikácie aplikácia ponúka možnosti konfigurácie prepojenia vodičov
nulového kábla. Schéma situácie použitia aplikácie je znázornená na obrázku (Obr. 2.1).
Aplikácia podporuje prenos komunikácie v surovej forme len zabalením do TCP paketov,
ako aj s využitím rozšírenia protokolu Telnet RFC 2217, čo ju umožňuje používať aj s
kompatibilnými hardvérovými servermi. Pri prenose citlivých dát je možné použiť SSL
spojenie. Podľa dokumentácie je aplikácia schopná kompenzovať oneskorenie spôsobené
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Obrázok 2.1: Principiálna schéma aplikácie na zdieľanie sériových portov (prevzaté z [28])
prenosom dát po sieti ako aj jeho automatické obnovenie pri výpadku. Aplikácia ponúka aj
programátorské rozhranie, pomocou ktorého je možné využívať jej služieb z iných aplikácii.
Podobnú funkčnosť ponúka aplikácia Serial To Ethernet Connector [25]. Poskytované
možnosti odpovedajú predošlej aplikácii. Medzi rozširujúce vlastnosti patrí autentizácia
užívateľov a existencia verzie aplikácie aj pre mobilné zariadenia.
Vo veľkej miere sa na zdieľanie sériových portov v sieti používajú hardvérové riešenia,
označované ako servre sériových zariadení, ktoré sa pripoja do siete a obsahujú jeden alebo
niekoľko konektorov sériových portov, najčastejšie RS-232, na ktoré sa pripájajú samotné
zariadenia. Správa týchto serverov je možná napríklad cez webové rozhranie, ale niektoré
ponúkajú aj podporu SNMP. Aplikácie na klientských staniciach komunikujú so vzdia-
lenými zariadeniami transparentne cez virtuálny sériový port, ktorý sériovú komunikáciu
presmeruje do siete. Väčšina týchto hardvérových riešení podporuje rozšírenie protokolu
Telnet RFC2217, ktoré popisuje jednotný spôsob vzdialeného nastavovania parametrov sé-
riovej komunikácie, čo umožňuje prepojovanie zariadení a softvéru od rôznych výrobcov.
5
Obrázok 2.2: Nasadenie hardvérového riešenia zdielania sériových zariadení (prevzaté z [13])
2.2 Systémy zdieľania USB zariadení
Príkladom systému na zdieľanie USB zariadení je aplikácia USB Redirector [32]. Ide o
platené riešenie pre systémy Windows a Linux. Verzie pre rôzne operačné systémy sú na-
vzájom kompatibilné, čo umožňuje zdieľať zariadenia medzi týmito platformami. Systém je
rozdelený na serverovú a klientskú časť. Serverová časť sa inštaluje na počítač, kde je fy-
zicky prítomné USB zariadenie, ktoré je potrebné zdieľať. Po otvorení grafického rozhrania
aplikácie je vidieť zoznam zariadení, ktoré sú pripojené k systému. Pri zdieľaní vybraného
zariadenia je potrebné zadať sieťový port, na ktorom sa budú očakávať žiadosti o pripojenie
zo strany klienta. Akonáhle sa nastaví zariadenie ako zdieľané, nie je ho možné na lokálnom
systéme používať. Aplikácia servera beží na pozadí ako démon a pri reštarte počítača auto-
maticky zabezpečí opätovné zdieľanie zariadení. Na klientskej strane systému sa užívateľovi
zobrazí zoznam zdieľaných zariadení na vzdialenom počítači. Po prvom pripojení sa na vz-
dialené zariadenie je potrebné na klientovi nainštalovať príslušné ovládače. Po tomto kroku,
je možné so zariadením pracovať ako by bolo pripojené priamo na klientskom systéme.
Ďalším možným riešením pre systémy Windows a Linux je USB to Ethernet Connector
[26]. Rozdielom oproti predošlému systému je, že zdieľa USB porty a nie konkrétne zaria-
denia. To znamená, že po zmene zariadenia za iný typ, bude tak isto prístupný na využitie
klientom ako predošlé zariadenie. Systém umožňuje autentizáciu užívateľov cez heslo, ktoré
klient bude musieť zadať pri pokuse pripojiť sa k vzdialenému UBS portu.
Voľne dostupné riešenie ponúka projekt USB/IP [30], ktoré bolo primárne vyvinuté pre
systém Linux.
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Obrázok 2.3: Grafické rozhranie aplikácie USB to Ethernet Connector (prevzaté z [26])
2.2.1 Model systému na zdieľanie USB zariadení
Projekt USB/IP, ktorý je zástupca systémov zdieľajúcich USB zariadenia pre operačný
systém Linux, je postavený na modeli, ktorý je publikovaný v [30]. Na tomto modelu si
popíšeme princíp, na akom podobné aplikácie pracujú (Obr. 2.4).
Obrázok 2.4: Model systému na zdieľanie USB zariadení (prevzaté z [30])
Ovládač USB zariadenia tvorí vrstvovú topológiu. Na najvyššej vrstve (najbližšie k
užívateľským aplikáciam) je vrstva ovládača pre konkrétne zariadenie. Na tejto vrstve sa
transformujú vstupno-výstupné požiadavky od aplikácií na USB príkazy, označované ako
bloky požiadavku (USB request blocks), ktoré sa postúpia nižšej vrstve. Vrstvu o úroveň
nižšie tvorí ovládač USB jadra (USB core driver), ktorý je zodpovedný za dynamickú správu
USB zariadení. Keď sa pripojí zariadenie, ovládač jadra zistí, ktorý špecifický ovládač za-
riadenia sa má pre neho použiť. Bloky požiadavkov prijaté z vyššej vrstvy predáva vrstve
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ovládača radiča USB (USB host controler). Na tejto vrstve sa prijaté bloky požiadavok
rozdelia na USB mikrorámce, ktoré sa naplánujú na vyslanie na zbernicu podľa typu USB
prenosu (izochrónny, kontrolný, nárazový, prenos na prerušenie).
V systéme na prenos USB komunikácie cez IP sieť je na strane klienta implementované
virtuálne rozšírenie zbernice v podobe virtuálneho ovládaču radiča zbernice USB. Tento vir-
tuálny radič je z pohľadu vyšších vrstiev ekvivalentný so skutočným radičom USB zbernice,
avšak prijaté bloky požiadavkoch balí do IP paketov a posiela ich cez sieť. Na strane ser-
veru je namiesto ovládača pre konkrétne zariadenie položený prijímač IP paketov, z ktorých
dekóduje bloky požiadavkov a prepúšťa ich ďalej nižším vrstvám až sa dostanú k fyzickému
zariadeniu.
2.3 Zdieľanie audio prúdov
Zo zdieľaním zvukových zariadení na sieti je situácia komplikovanejšia. Na systém, ktorý by
prenášal cez sieť audio dáta zo vstupného audio zariadenia a na klientskej strane by prijaté
dáta sprístupňoval cez virtuálne vstupné zariadenie (napríklad virtuálny mikrofón), som
počas prieskumu nenarazil. Existuje však niekoľko produktov, ktoré v systéme vytvoria vir-
tuálnu zvukovú kartu, pomocou ktorej je možné zachytávať všetky zvuky v systéme, avšak
prenos audio dát po sieti nezabezpečia (napríklad Virtual Sound Card [23] ). Alternatívu k
týmto aplikáciam však ponúkajú aj ovládače bežných zvukových kariet, ktoré sprístupnia
virtuálne zariadenie, najčastejšie označované StereoMix. Niektoré produkty, ako napríklad
VAC [38], umožňujú vytvárať páry zvukových zariadení, prostredníctvom ktorých je možné
presmerovávať zvuk medzi aplikáciami. Bežné sú však systémy pre zdieľanie audio prúdov
po sieti s využitím rôznych protokolov ako napríklad RTP. Ako príklad by sa mohol uviesť
prehrávač VLC [45], ktorý dokáže plniť úlohu servera aj klienta pre audio (a taktiež aj
video) prúdy. Okrem zdieľania prúdov z multimediálnych súborov, je možné zdieľať aj pr-
údy zo vstupných audio zariadení ako aj dáta napríklad z web kamery. K dispozícií sú aj
špecializované servery určené na vysielanie audio prúdov z pripraveného zoznamu skladieb,
ktoré v podstate implementujú prostredie štúdia v rádiu.
Pre operačné systémy Linux existuje implementácia zvukového podsystému na architek-
túre klient - server Pulseaudio [43]. Podobne ako u zobrazovacieho systému X Window je
možné s Pulseaudio pracovať transparentne vzhľadom na spôsob prepojenia klienta so ser-
verom. Systém umožňuje prenos audio dát medzi klientom a serverom s využitím protokolu
RTP alebo natívne cez protokol TCP/IP. Samotné audio dáta sú prenášané v surovej PCM
forme, čo kladie isté nároky na šírku pásma sieťového pripojenia. Ďalšie typy prenosov,
presmerovanie prúdov, či autentizáciu je možné do systému pridať načítaním modulov.
Ďalšou kategóriou vysielania audio prúdov sú hardvérové riešenia, ktoré dáta z fyzicky
pripojených vstupných zariadení (videokamera, mikrofón) preposielajú do siete s prípadnou
kompresiou, alebo inou úpravou, bez potreby počítača.
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Kapitola 3
Sériové protokoly a zvukové
zariadenia
Zariadení, ktoré sa pripájajú k počítaču pomocou sériového rozhrania RS-232 je v dnešnej
dobe už veľmi málo, čoho znakom je aj neprítomnosť týchto konektorov u personálnych
počítačov. Avšak kvôli jednoduchosti tohto protokolu sa tento sériový štandard využíva aj
u zariadení, ktoré sú k počítaču pripojené pomocou iných sériových rozhraní, ako napríklad
v dnešnej dobe rozšírené rozhranie USB, či bezdrôtový komunikačný protokol Bluetooth.
Takto pripojené zariadenia vytvoria v systéme tzv. virtuálny sériový (COM) port, prostred-
níctvom ktorého s nimi komunikujú aplikácie. Medzi takéto zariadenia napríklad patria
rôzne automatizačné zariadenia v priemysle, senzory a meracie zariadenia, GPS moduly,
čítačky čiarových kódov a mnoho ďalších.
V tejto kapitole sú popísané spomínané sériové protokoly, s dôrazom na štandard RS-
232, ktorý je v spojení s osobnými počítačmi z historických dôvodov takmer synonymom
pre sériový port. U ostatných protokolov sú popísané spôsoby abstrakcie na jednotný spô-
sob komunikácie s aplikáciami prostredníctvom virtuálnych COM portov. Okrem sériových
protokolov je v tejto kapitole popísaná aj architektúra zvukového zariadenia a význam jeho
parametrov. Pre oba typy zariadení sú uvedené možnosti prenosu ich dát cez sieť a možnosti
sprístupnenia týchto dát na cieľovom systéme.
3.1 Sériový port
Sériový port je hardvérové komunikačné rozhranie, ktoré prenáša dáta spôsobom jeden bit
v čase. Sériovú komunikáciu popisuje niekoľko štandardov, z ktorých je osobným počítačom
najbližší štandard RS-232. Príkladom ďalších sériových štandardov sú RS-422, či RS-485. V
IBM kompatibilných počítačov je sériový port označovaný ako COM port (communication
port, komunikačný port). Napriek príchodu USB, či FireWire, ktoré dosahujú omnoho väčšie
rýchlosti, si klasický sériový port stále drží svoje miesto vo výpočtovej technike, najmä kvôli
jednoduchému protokolu a jednoduchej a lacnej implementácii do vstavaných zariadení.
Hlavným zdrojom informácií pre túto kapitolu je [14].
Hlavnou časťou sériového rozhrania je integrovaný obvod UART (univerzálny asyn-
chrónny prijímač/vysielač), ktorý na strane vysielača prevádza dáta z paralelnej podoby,
ktorá je prirodzená pre registre, na prúd sériových bitov a na strane prijímača uskutočňuje
prevod v obrátenom poradí. Samotný prevod sa deje pomocou posuvného registra. Význam
prívlastku asynchrónny spočíva v tom, že sa nevedie zvlášť vodič so synchronizačnými ho-
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dinami, ale každé UART zariadenie má svoje vlastné interné hodiny. Práve takýto typ
sériových portov je používaný v osobných počítačoch. Tieto hodiny slúžia na určenie správ-
neho okamihu vzorkovania stavu napätia na prenosovom vodiči, čím sa určí hodnota práve
prenášaného bitu. Aby zariadenia mohli spolu komunikovať, je nutné, aby frekvencia týchto
hodín bola na komunikujúcich zariadeniach rovnaká. Zvyčajne sa volí 16 krát väčšia ako
rýchlosť prenášania dát. Časovú synchronizáciu hodín prijímača a vysielača zabezpečuje
štart bit, spolu so stop bitmi, ktoré sú prítomné v každom prenášanom znaku.
Ako je naznačené v predošlom odstavci komunikácia dvoch UART zariadení neobsahuje
iba dátové bity. Každá prenášaná dátová jednotka, v literatúre nazývaná znak, prípadne
slovo, obsahuje jeden štart bit, niekoľko dátových bitov, nepovinný paritný bit a jeden alebo
viac stop bitov (Obr. 3.1). Bity sú vysielané na vodič v uvedenom poradí, kde u dátových
bitov je ako prvý vyslaný najmenej významový bit. Väčšina UART zariadení podporuje 7
a 8 dátových bitov, avšak je možné sa stretnúť so zariadeniami s podporou od 5 dátových
bitov. Komunikácia zariadení môže súčasne prebiehať obidvoma smermi, vtedy hovoríme o
komunikácii v režime plného duplexu, alebo v jednom okamihu len jedným smerom, čo sa
označuje ako polovičný duplex.
Obrázok 3.1: Dátový rámec sériového protokolu (prevzaté z [4])
Nepovinný paritný bit zabezpečuje jednoduchú detekciu jednonásobnej chyby. Paritný
bit nadobúda hodnotu takú, aby celkový počet jednotiek v slove odpovedal zvolenej parite.
Pre párnu paritu má hodnotu 1, ak je počet jednotiek v slove (s vynechaním paritného bitu)
nepárny. Podobne pre nepárnu paritu má hodnotu 1, ak je počet jednotiek v slove párny.
Na strane príjemcu sa potom skontroluje či sedí počet jednotiek podľa zvolenej parity. Ak
tento počet nesedí, pri prenose dát nastala chyba a je potreba vykonať opravné procedúry.
Okrem párnej a nepárnej parity je možné sa stretnúť s pojmami ımark parita, ktorej bit
má vždy hodnotu logickej 1 a ıspace parita, ktorej bit má hodnotu vždy logickej 0. Tieto
typy parity sa využívajú v 9bitových sieťových sériových prenosoch na rozlíšenie, či dátové
bity reprezentujú dáta alebo adresu.
V literatúre sa často parametre sériovej komunikácie označujú trojicou dátové bity-
parita-stop bity. Napríklad označenie 7-E-1 vyjadruje 7 dátových bitov, párnu paritu a
jeden stop bit.
Rýchlosť sériovej komunikácie sa udáva buď v bitoch za sekundu (bps) alebo v baudoch
(Bd). Baud určuje počet možných zmien v dátovom signály za sekundu. Pri digitálnych
prenosoch istý časový interval reprezentuje jeden bit, a preto je v týchto komunikáciách
rýchlosť udávaná v bitoch za sekundu a v baudoch rovnaká. Rozdiely sa vyskytujú napríklad
pri telefónnych linkách a vysokorýchlostných modemoch, kde sa kóduje niekoľko dátových
bitov do jedného časového intervalu zmeny dátového signálu. V týchto prípadoch je rýchlosť
v baudoch menšia. Pri výpočte bitovej rýchlosti treba brať do úvahy nielen dátové bity, ale
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aj ostatné bity prenášané v slove.
Ďalším spôsobom ako zabrániť strate dát je použitie vstupných a výstupných front.
Vysielač teda môže vyslať naraz viac dát, ktoré sa na strane prijímača uložia do vstupnej
fronty, kde vyčkajú na spracovanie. Fronty môžu byť ako hardvérové tak aj softvérové.
Hardvérové fronty sériového portu v osobných počítačoch dosahujú veľkosť 16 bajtov. Pri
zaplnení tejto fronty UART oboznámi okolitý systém, najčastejšie s využitím prerušení,
že sú dostupné dáta na ďalšie spracovanie. Softvérové fronty implementované ovládačom
sériového portu dosahujú väčších veľkostí, vďaka čomu je možné riadenie toku vynechať
úplne.
3.1.1 Štandard RS-232
U osobných počítačov bol najviac využívaný sériový štandard označovaný ako RS-232 (Re-
commended Standard). Štandard bol navrhnutý asociáciou elektronického priemyslu EIA
v spolupráci s asociáciou telekomunikačného priemyslu TIA a preto je oficiálne označo-
vaný ako EIA/TIA-232-F. Definícia štandardu pokrýva elektrické a mechanické vlastnosti
sériových rozhraní a definuje typy komunikačných zariadení.
Elektrické signály vo vodičoch sú určené napätím voči spoločnej zemi, čo sa líši naprí-
klad od Ethernetu, či štandardu RS-422 , ktoré využívajú diferenčné napätie medzi dvoma
vodičmi pre každý signál. Rozdiel napätí vo vodičoch voči zemi sa pohybuje v intervaloch
od +3V do +15V a od -3V do -15V. Pre prenos dátových bitov sa využíva negatívna logika,
čo znamená, že záporné napätie vyjadruje logickú 1 a kladné naopak logickú 0. Pre signálne
vodiče sa využíva pozitívna logika, v ktorej platia pre hodnoty napätí a logických hodnôt
tieto vzťahy obrátene.
Fyzický konektor štandardu RS-232 mal pôvodne 25 pinov a niesol označenie DB-25 D-
sub konektor, ktorý poskytoval všetky signály štandardu. Avšak výrobcovia hardvéru veľmi
často využívali len podmnožinu z nich, čo v spojení s veľkými rozmermi konektoru vyústilo k
nasadeniu menších konektorov s 9 pinmi označovanými ako DB-9 (Obr. 3.2). Kompatibilita
spoločných signálov oboch konektorov bola zachovaná. Dĺžka kábla je podľa štandardu
určená na 50 stôp (15,24m) avšak táto dĺžka je ovplyvnená elektrickými vlastnosťami kábla
a rýchlosťou prenášania dát, a teda s nižšími rýchlosťami môže byť táto dĺžka vyššia [16].
Obrázok 3.2: Konektory štandardu RS-232. Vľavo DB-25, vpravo DB-9. (prevzaté z [5])
Štandard definuje dva druhy komunikačných zariadení a to DTE (Data Terminal Equi-
pment) a DCE (Data Circuit-terminating Equipment), ktoré sa líšia prepojením signálov
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na piny konektoru. Za zariadenie DTE je možné považovať osobný počítač, a za DCE na-
príklad modem. Komunikovať spolu môžu len zariadenia DTE a DCE, takže napríklad pri
prepojení dvoch počítačov, ktoré sú považované za zariadenia DTE, je nutné na jednej
strane zariadenie DCE emulovať. K tomuto účelu slúži takzvaný nulový kábel, ktorý od-
povedajúcim spôsobom kríži signálne vodiče, akoby tomu bolo u prepojení DTE a DCE
zariadení.
Ako už bolo spomenuté štandard definuje 25 signálov, ktoré sú prístupné cez konektor
DB-25, však v osobných počítačoch sa najčastejšie využívala ich podmnožina 9 signálov, pre
ktoré je dostačujúci konektor DB-9. Štandard popisuje význam týchto signálov z pohľadu
zariadenia DTE komunikujúceho s DCE [21]:
1. DCD (Data Carrier Detect) - tento signál nastavuje zariadenie DCE na znamenie
toho, že nadviazalo spojenie so vzdialeným DCE zaridením
2. RX (Receive) - príjem dát
3. TX (Transmit) - odosielanie dát
4. DTR (Data Terminal Ready) - nastavuje zariadenie DTE, čím dáva najavo pripra-
venosť komunikovať so zariadením DCE
5. GND (Ground) - uzemnenie
6. DSR (Data Set Ready) - nastavuje zariadenie DCE po pripojení na komunikačnú
linku, značí tým, že je pripravené na budúcu výmenu riadiacich signálov s DTE
7. RTS (Request To Send) - signál nastavuje zariadenie DTE čím signalizuje, že má
dáta na odoslanie k zariadeniu DCE
8. CTS (Clear To Send) - signál nastavuje zariadenie DCE na znamenie, že je pripravené
prijímať dáta od DTE. Tento signál sa používa v kombinácii so signálom RTS na
hardvérové riadenie toku
9. RI (Ring Indicator) - signalizuje zariadenie DCE zariadeniu DTE, že obdržalo vy-
zváňací tón od vzdialeného DCE zariadenia (modemu), ktoré s ním chce komunikovať
Obrázok 3.3: Napojenie signálov štandardu RS-232 na konektor DB-9 (prevzaté z [11])
Pre prenos dát plným duplexom sú potrebné minimálne tri signály a to TX, RX a GND.
Ostatné sú štandardom určené na hardvérové riadenie toku a indikáciu stavu, avšak je len
na dohode komunikujúcich strán aký význam daným signálom priradia.
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3.1.2 Typy prepojovacích káblov a riadenie toku v RS-232
Softvérové riadenie toku využíva vyhradené znaky, ktoré zasiela cez dátové signály, čím
sa odstráni potreba ďalších signálnych vodičov v kábli [16]. Jeho použitím sa mierne zníži
dátová priepustnosť komunikácie. Ak prijímacia strana požaduje pozdržanie vysielania dát,
pošle vysielajúcej strane znak XOFF. Týmto sa pozastaví prenos len k prijímacej strane,
ktorá znak vyslala, prenos na druhú stranu môže pokračovať ďalej. Ak je strana pripravená
prijímať dáta, pošle signál pre reštart prenosu dát XON. Hodnoty týchto znakov sú v AS-
CII tabuľke 19 pre XOFF (zo znakového terminálu možnosť simulovať kombináciou kláves
Ctrl+S) a 17 pre XON (Ctrl+Q). Pri tomto type riadenia toku môže dôjsť k problémom,
ak strana, ktorá by mala prijať riadiaci znak má tiež preplnenú vstupnú frontu a došlo by
tak k zahodeniu tohto znaku bez ďalšieho ošetrenia.
Pri hardvérovom riadení toku je nutná prítomnosť ďalších signálnych vodičov v prepo-
jovacom kábli, čo sa dá považovať za nevýhodu, avšak z hľadiska odozvy je toto riešenie
lepšie než softvérové riadenie toku. Hardvérové riadenie toku, a teda aj význam príslušných
signálov, je závislý na type použitého prepojovacieho kábla.
Na prepojenie zariadenia DTE so zariadením DCE sa používa priamy kábel (Obr. 3.4).
Pri tomto kábli sú prepojené odpovedajúce piny, napríklad TX na strane DTE s TX na
strane DCE a podobne pre ďalšie signály. Je nutné však poznamenať, že podľa štandardu,
na strane DCE plní signál TX úlohu prijímania dát. Na riadenie toku v tomto prepojení sa
používajú signály RTS a CTS. Zariadenie DTE nastavuje signál RTS ak má dáta pripravené
na odoslanie. Na druhej strane, zariadenie DCE, skontroluje, či je možné prijať dáta a ak
áno, nastaví signál CTS, čo zariadeniu DTE signalizuje, že môže začať vysielať. Riadenie
toku dát opačným smerom nie je týmito signálmi zabezpečené, lebo sa predpokladá, že
zariadenie DTE je rýchlejšie, a teda príjem dát od DCE je možný vždy [16].
Obrázok 3.4: Schéma prepojovacieho kábla DTE-DCE (prevzaté z [12])
Na prepojenie dvoch zariadení DTE sa používa nulový kábel, ktorý emuluje na jednom
konci zariadenie DCE prekrížením signálnych vodičov. Signály sú prehodené tak, aby bol
výstupný pin jedného zariadenia prepojený so vstupným pinom druhého zariadenia. Exis-
tuje niekoľko možných konfigurácii nulového kábla, z ktorých najjednoduchšie je zapojenie
bez podpory hardvérového riadenia toku. Toto prepojenie využíva len tri signálne vodiče
a to GND a signály RX a TX, ktoré sú prepojené do kríža. S týmto zapojením je možné
využívať len softvérové riadenie toku.
Ďalší spôsob zapojenia nulového kábla je označovaný ako zapojenie s čiastočným ria-
dením toku (partial handshake). Zapojenie je znázornené na obrázku 3.5. Keďže je signál
RTS prepojený so signálom CTS na rovnakom konektore, zariadenie ihneď po nastavení
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signálu RTS dostáva povolenie na odoslanie dát. Týmto spôsobom sa umožní komunikovať
aplikáciám so zariadeniami, ktoré sú navrhnuté pre RTS/CTS riadenie toku, avšak bez
reálneho prenosu týchto signálov. Pin RTS je súčasne prepojený na pin DCD zariadenia
na druhom konci linky, čím sa môže dozvedieť o nastavení signálu RTS aj druhá strana
a za podpory obslužnej aplikácie tento signál využiť na riadenie toku. Pre hlavný spôsob
riadenia toku slúžia signály DTR a DSR, ktoré sú prepojené do kríža. Nastavenie signálu
DTR zariadením znamená, že je pripravené prijímať dáta. Na druhej strane linky sa to
prejaví na vstupe DSR, čím dostane povolenie na vyslanie dát druhej strane.
Obrázok 3.5: Schéma nulového prepojovacieho kábla s čiastočným riadením toku (prevzaté
z [1])
Pre vysokorýchlostnú komunikáciu vykazuje najlepšie vlastnosti zapojenie s plným ria-
dením toku (Obr. 3.6). V tomto zapojení sú do kríža prepojené ako signály RTS s CTS (čo
ho robí nekompatibilný s predošlým typom zapojenia) tak aj DTR s DSR, ktoré môžu byť
využité na riadenie toku. Využitie signálov je v tomto prípade odlišné. Nastavením signálu
RTS dáva komunikujúca strana najavo, že je schopná prijímať dáta, čo sa na druhej strane
prejaví na signály CTS. Dosiahne sa tým aj vyšších rýchlostí lebo zariadenie, nemusí pri
každom požiadavku na vyslanie dát čakať na potvrdenie od protiľahlej strany. Signály DCD
a RI sú v tomto zapojení rozpojené.
Obrázok 3.6: Schéma nulového prepojovacieho kábla s plným riadením toku (prevzaté z
[12])
Spomínané zapojenia sú najčastejšie používané, avšak môžu sa objaviť aj zapojenia,
ktoré si výrobcovia prispôsobili na mieru pre konkrétne zariadenia s podporou aj na strane
obslužného softvéru. Pri prepojení dvoch DCE zariadení je možné použiť ľubovoľnú konfi-
guráciu nulového kábla s rozpojeným DCD signálom.
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3.2 Zbernica USB
USB je špecifikácia pre vysokorýchlostnú sériovú komunikáciu medzi zariadeniami. Prvé
zmienky o potrebe novej špecifikácie sa začali objavovať v roku 1995. Rýchlosti, ktoré sa
dosahovali cez rozhranie sériového a paralelného portu prestali postačovať a tiež vzrástla
potreba vyššieho počtu pripojených zariadení k počítaču, ktorý bol v tej dobe limitovaný
pomerne veľkými rozmermi konektorov [50]. Ako nevyhovujúce sa začali ukazovať rozličné
typy konektorov pre rôzne zariadenia, či napríklad aj pomerne veľké množstvo konfigurácii
prepojovacích káblov pre sériový port a rástol dopyt po rozhraní, ktoré by umožnilo pripojiť
čo najvyššie spektrum zariadení pomocou jedného typu kábla. Spomínané požiadavky rieši
zbernica USB, pomocou ktorej sa dnes pripája väčšina zariadení k počítačom. S rozšíre-
ním počítačov do domácnosti príde vhod pre neodborných užívateľov aj ďalšia vlastnosť
USB, a to pripojovanie a odpojovanie zariadení za behu počítača bez nutnosti pokročilej
konfigurácie.
Od svojho vzniku prešlo USB niekoľkými verziami. Prvá verzia, označovaná ako USB
1.0, podporovala prenosy rýchlosti 1,5Mbps pre pomalé zariadenia (low speed) a 12Mpbs pre
rýchle zariadenia (full speed) [24]. Chyby tejto verzie boli odstránené v USB 1.1. V roku 2000
vyšiel popis verzie USB 2.0, ktorá umožňovala prenosové rýchlosti až do 480Mbps (hi-speed)
pri zachovaní spätnej kompatibility. Najnovším prírastkom do rodiny USB je špecifikácia
USB 3.0, ktorá uvádza rýchlosti až do 4,8Gbps. Spätná kompatibilita s predošlými verziami
je zachovaná aj v tomto prípade. V dobe písania práce sú stále najrozšírenejšie zariadenia
vo verzii USB 2.0.
Aj keď sa v názve USB používa pojem zbernica, v skutočnosti je podľa špecifikácie
topológia USB hviezdicová [37]. Miesta, kde sa topológia vetví sa nazývajú rozbočovače
(HUB). Na samom vrchu v topológii je koreňový rozbočovač (Obr. 3.7), ktorý je súčasťou
hostiteľského radiča (HCI). HCI tvorí rozhranie medzi operačným systémom a zariadeni-
ami pripojenými na zbernicu. K rozbočovačom je možné pripojiť samotné zariadenia, alebo
ďalšie rozbočovače, ktorými sa vytvoria nové prípojné miesta. Maximálny počet rozbočo-
vačov medzi koreňovým rozbočovačom a zariadením je podľa špecifikácie 5, čo znamená,
že zariadenia sa môžu vyskytovať nanajvýš v siedmej úrovni. Tieto obmedzenia sú dané
oneskorením signálov vo vodičoch. V prípade potreby ďalších prípojných miest, je potom
nutné nainštalovať do systému ďalší radič HCI s koreňovým rozbočovačom.
USB využíva v kábloch 4 vodiče, z ktorých 2 slúžia na napájanie a dva na prenos
dát. Dáta sú prenášané diferenciálnymi signálmi, čo so zakrútením párov vodičov zvyšuje
odolnosť voči rušivým vplyvom okolia pri vysokých prenosových rýchlostiach. Cez USB je
možné napájať zariadenia do 5V. Maximálna dĺžka kábla je pre verziu USB 2.0 určená na
5 metrov pri použití tienenia. Štandard definuje dva základné typy konektorov. Konektor
A sa používa na pripojenie kábla na strane od koreňového rozbočovača, konektor B sa
pripája k zariadeniu (napríklad tlačiareň alebo skener). Okrem týchto dvoch základných
konektorov sú štandardizované aj konektory mini B či mikro B, ktoré sa používajú na
prepojenie menších zariadení ako napríklad digitálne fotoaparáty a mobilné telefóny. Typy
A týchto konektorov nie sú štandardizované.
Okrem rozbočovačov USB štandard definuje ďalší typ zariadení označovaný ako kon-
cové zariadenia (function), ktoré už vykonávajú činnosť periférnych zariadení. Jedno fyzické
zariadenie môže obsahovať viac koncových zariadení, s ktorými operačný systém pracuje
samostatne. Príkladom takéhoto zloženého zariadenia môže byť webová kamera so vstava-
ným mikrofónom. V USB sa využíva 7 bitová adresa na identifikáciu pripojených zariadení,
ktorých je možné do systému pripojiť až 127. Adresa 0 sa využíva na označenie novo pri-
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Obrázok 3.7: Hviezdicová topológia USB s vyznačenými úrovňami (prevzaté z [37])
pojeného zariadenia, ktoré ešte neprešlo enumeračným procesom zbernice. Každé koncové
zariadenie môže obsahovať 15 adresovateľných koncových bodov prostredníctvom 4 bitov,
ktoré cez tzv. rúry komunikujú z hostiteľským systémom. Rúry sa vytvoria pri konfigurácii
zariadenia a pridelia sa im parametre ako šírka pásma, či veľkosti vstupných a výstupných
front. Koncový bod s číslom 0 s príslušnou rúrou, ktorá je vytvorená automaticky, sa pou-
žíva na konfiguráciu zariadenia po pripojení. Pri adresácii koncového bodu sa musí udať aj
smer komunikácie.
Komunikáciu so zariadeniami riadi HCI, cez ktorý smeruje celá komunikácia na zbernici
(Obr. 3.8). Inicializuje všetky prenosy prostredníctvom paketov výzvy (token), ktorými sa
adresuje zariadenie a smer komunikácie. Po token pakete nastáva prenos dátových paketov,
buď od hostiteľa alebo od zariadenia. V prípade že zariadenie nemá dáta na transfer, oznámi
to príslušným riadiacim paketom, a hostiteľ postúpi výzvu ďalšiemu zariadeniu. Prenos
dát na výzvu zabezpečuje, že na zbernicu vysiela dáta len jedno zariadenie v čase. Ak
komunikácia prebieha cez rozbočovač musí tento rozbočovač preposlať pakety výzvy na
všetky svoje porty. Na dátové pakety potom reaguje len zariadenie, ktoré bolo adresované.
Potvrdenie úspešného prijatia dátových paketov posielajú zariadenia a rozbočovače svojím
predchodcom v hierarchii USB.
Rozbočovače obsahujú registre, v ktorých sa uchováva informácia o pripojených zari-
adeniach. Po pripojení nového zariadenia k portu si túto udalosť rozbočovač poznačí a
pri požiadavku od hostiteľa na získanie stavu, mu túto informáciu oznámi. Následne sa
prostredníctvom rúry 0 zariadenie nakonfiguruje a pridelí sa mu jednoznačná adresa. Ak
je pripojeným zariadením rozbočovač s pripojenými ďalšími zariadeniami tento proces sa
opakuje pre každé z nich.
USB podporuje 4 druhy dátových prenosov [24]. Kontrolné pakety sa využívajú pri kon-
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Obrázok 3.8: Komunikácia USB hostiteľ-rozbočovač-zariadenie (prevzaté z [33])
figurácii zariadenia. Pri prerušovacom type prenosu sú dáta zariadením generovaná asyn-
chrónne v ľubovoľnom okamihu, ale generované dáta nie sú objemné. Hostiteľský systém
by ich mal spracovať v čo najkratšom čase. Príkladom takýchto zariadení sú klávesnica
alebo myš. Zariadenia, ktoré požadujú prenášať dáta v garantovaných intervaloch využí-
vajú izochrónny prenos. Takýmto zariadením je napríklad mikrofón alebo webová kamera,
kde je potrebné spracovanie v reálnom čase (napr. získavanie vzoriek obrazu alebo zvuku).
Pri tomto type prenosu sa chyby paketu neopravujú, čo sa môže pri vyššej chybovosti
prejaviť výpadkami zvuku či obrazu. Hromadné prenosy (bulk) sa využívajú v prípadoch,
kedy je potrebné poslať väčší objem dát, avšak jeho doručenie nie je časovo kritické. Tieto
typy prenosu zaberajú ostávajúcu voľnú šírku pásma zbernice. Tento typ prenosu využívajú
tlačiarne, či úložné zariadenia.
3.2.1 Virtuálny COM port
Sériové porty už dnes nie sú štandardnou súčasťou osobných počítačov a väčšina zariadení sa
pripája prostredníctvom zbernice USB. Komunikačné rozhranie klasického sériového portu
si však pre jeho jednoduchosť naďalej drží svoje postavenie hlavne na poli vstavaných zari-
adení. Preto sa využívajú virtuálne sériové porty, ktoré umožňujú s takýmito zariadeniami
pracovať ako so sériovým portom, aj keď jeho fyzické prepojenie k počítaču je realizované
iným spôsobom.
Realizácia virtuálneho sériového portu je záležitosť hardvérová aj softvérová. Zariadenie
musí disponovať čipom, ktorý prevádza USB komunikáciu medzi počítačom a USB konekto-
rom na zariadení na protokol štandardu RS-232. Softvérová časť je realizovaná ovládačom,
ktorý v systéme vytvorí virtuálny sériový port slúžiaci ako rozhranie pre komunikáciu s
aplikáciami.
Na obrázku 3.9 je uvedená jednoduchá bloková schéma mirkroradiča so vstavaným
UART a USB radičom, ktorý prevádza komunikáciu USB na komunikáciu štandardu RS-
232. Túto časť možno považovať za zariadenie DTE. Signály rozhania RS-232 sú implemen-
tované pomocou všeobecného vstupno výstupného registra. Mikroradič je pripojený k čipu
rozhrania RS-232, ku ktorému je už možné pripojiť bežné sériové zariadenie.
Operačné systémy Windows podporujú od verzie Windows98 CDC (Communication
Device Class), čo sú triedy USB zariadení, delené podľa základných modelov komunikácie.
USB zariadenia využívajúce na komunikáciu s aplikáciami virtuálny sériový port patria do
modelu POST [14]. Tento model sa vetví na ďalšie podtriedy, z ktorých je pre komunikáciu
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Obrázok 3.9: Prepojenie USB radiča so vstavaným UART s modulom pre rozhranie RS-232
(prevzaté z [15])
štandardným sériovým protokolom významná ACM (Abstract Control Model). Touto trie-
dou sú definované koncové body pre USB zariadenia, pomocou ktorých sa bude emulovať
komunikácia zariadenia RS-232 s hostiteľom. Pre prenos samotných dát sa využívajú dva
koncové body, pracujúce v nárazovom režime, pre vstup a výstup. Pre signalizáciu sta-
vov riadiacich signálov RS-232 sa používa jeden vstupný koncový bod s prenosom dát na
prerušenie.
3.3 Bluetooth
Bluetooth je proprietárny bezdrôtový sériový protokol určený pre výmenu dát na krátke
vzdialenosti. Bol vyvinutý spoločnosťou Ericsson v roku 1994 ako prostriedok bezdrôtového
prepojenia rôznych druhov zariadení s využitím lacných a na spotrebu elektrickej energie
nenáročných vysielačov [47]. Vývoj Bluetooth riadi konzorcium SIG, ktoré pozostáva z nie-
koľkých tisícov spoločností z oblastí IT a telekomunikácií. Zariadenie, ktoré nesie známku
Bluetooth musí spĺňať štandardy vydané týmto konzorciom. Typickým použitím je pripo-
jenie periférnych zariadení k počítači bez nutnosti vedenia káblov rôzneho typu, vzájomná
komunikácia medzi mobilnými zariadeniami, alebo ako most medzi zariadeniami a sieťou
internet. Udávaná vzdialenosť, na ktorú je možné zariadenia prepojiť, je okolo 10 metrov
bez nutnosti priamej viditeľnosti zariadení pri prenosovej rýchlosti do 1Mbps.
Bluetooth používa na prenos dát bezlicenčné rádiové ISM pásmo v rozsahu 2,4GHz až
2,48GHz s využitím metódy FHSS (Frequency Hoping Spread Spectrum). Tento rozsah je
rozprestrený na 79 nosných frekvencií (hops) so šírkou 1MHz, medzi ktorými sa pri prenose
dát pseudonáhodne preskakuje 1600 krát za sekundu. Časový interval medzi dvoma skokmi
sa nazýva slot. Pre prenosy vyšších objemov dát je možné využiť na prenos bez skoku na
inú nosnú frekvenciu 3 alebo 5 slotov.
Skupina Bluetooth zariadení, ktoré zdieľajú rovnakú postupnosť skokov medzi nosnými
frekvenciami sa nazýva piconet. Jedno zariadenie v tomto zoskupení je hlavné (master),
ktoré určí postupnosť skokov, a jedno až sedem podriadených zariadení (slave), ktoré sa
synchronizujú podľa hlavného. Každé zariadenie môže plniť úlohu hlavného a podriade-
ného. Sekvencia skokov určená hlavným zariadením je generovaná od unikátneho 48 bi-
tového identifikátora, ktorý majú priradený všetky zariadenia, a teda sekvencia skokov je
jedinečná pre každý piconet Okrem podriadených zariadení sa v pikonete vyskytujú aj tzv.
zaparkované zariadenia, ktoré nemôžu komunikovať, ale sú synchronizované od hlavného
zariadenia a môžu byť aktivované v krátkom okamihu. Zariadenia, ktoré nie sú pripojené
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do piconetu sú označované ako spiace (stand by). Podriadené zariadenia majú priradenú 3
bitovú adresu AMA, a zaparkované 8 bitovú adresu označovanú ako PMA. Všetka komu-
nikácia sa deje v réžii hlavného zariadenia, ktoré metódou vyzváňania postupne adresuje
podriadené zariadenia v piconete.
Blízke piconety je možné spolu prepojovať do zoskupenia zvaného scatternet (Obr. 3.10).
Jedno zariadenie je súčasťou dvoch piconetov, medzi ktorými sa podľa potreby prepína. Za-
riadenie môže byť v oboch piconetoch podriadené, v jednom hlavné a v druhom podriadené,
ale nemôže byť v oboch hlavné. Dôvodom je, že by obidva piconety pracovali s rovnakou
sekvenciou skokov, a zoskupenie by sa správalo ako jeden piconet s príliš mnohými podria-
denými zariadeniami.
Obrázok 3.10: Bluetooth scatternet (prevzaté z [41])
Špecifikácia protokolu Bluetooth je rozdelená na dve časti. Základná špecifikácia po-
pisuje jednotlivé vrstvy protokolu od fyzickej, cez linkovú až po riadiace funkcie. Druhou
časťou špecifikácie sú profily, pomocou ktorých sa popisuje nasadenie protokolu Bluetooth
do konkrétnych aplikácii.
Vrstvová architektúra protokolu Bluetooth je znázornená na obrázku 3.11. Popis jednot-
livých vrstiev vychádza z [47] a [40]. Na najnižšej vrstve pracuje samotný rádiový vysielač
a prijímač modulovaných elektrických signálov. Musí spĺňať požiadavky na nízku spotrebu
energie a použitie FHSS. Vrstva základného pásma zabezpečuje vytvorenie spojenia medzi
zariadeniami, adresovanie zariadení a riadi postupnosť skokov medzi frekvenciami v FHSS
(fyzický kanál).
Na vrstve základného pásma sú definované dve fyzické spojenia a to synchrónne a asyn-
chrónne. Synchrónne spojenie, označované SCO, je spojovo orientované s prepínaním okru-
hov, čo pri FHSS znamená, že ma pevne vyhradené sloty, cez ktoré komunikuje. Hlavné
zariadenie rezervuje pre tento typ prenosu dva za sebou idúce sloty, z ktorých prvý využije
ono zariadenie a druhý využije podriadené zariadenie, s ktorým komunikuje. Tieto dvojice
sa opakujú v pravidelných intervaloch. Tento druh spojenia sa používa na prenos audio dát,
u ktorého nie je kritické doručenie každého paketu, lebo pri tomto spojení sa stratené pa-
kety nepreposielajú. Zariadenie umožňuje až tri súčasné spojenia tohto druhu. Asynchrónne
spojenie ACL je založené na prepínaní paketov, ktoré využívajú bežné aplikácie. Pri tomto
spojení hlavné zariadenie vyzýva na komunikáciu podriadené zariadenia a medzi hlavným
a podriadeným zariadením môže byť najviac jedno spojenie tohto druhu. Dáta pri tomto
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Obrázok 3.11: Vrstvy protokolu Bluetooth (prevzaté z [2])
prenose môžu zaberať 1, 3 alebo 5 slotov.
Vrstva Link Manager sa stará o zostavenie spojenia, autentizáciu a bezpečnosť a definuje
model stavov, v ktorých sa zariadenia môžu nachádzať. Vrstva HCI tvorí rozhranie medzi
hardvérovou a softvérovou časťou architektúry Bluetooth. Vrstva označovaná ako L2CAP
zabezpečuje spojované a nespojované služby vyšším protokolom a vytvára logické prepo-
jenia medzi zariadeniami. Okrem toho má na starosti segmentáciu blokov dát na pakety
a ich spätné zostavenie. Cez túto vrstvu vedú spojenia len typu ACL. SCO spojenia vedú
priamo cez vrstvu základného pásma.
Nad vrstvou L2CAP sa nachádza niekoľko aplikačne špecifickejších protokolov. Protokol
RFCOMM implementuje náhradu sériového kábla pre rozhranie RS-232 so všetkými sig-
nálmi, protokol TCP/IP môžu využiť klasické internetové aplikácie, protokol SDP ponúka
prostriedky pre objavovanie služieb poskytovaných zariadeniami a podobne.
Pre kompatibilitu zariadení vyrobených rôznymi výrobcami, ale poskytujúcich rovnaké
služby boli nad základnou špecifikáciou vytvorené Bluetooth profily. Profily využívajú nie-
koľko protokolov základnej špecifikácie, z ktorých vyberajú niekoľko typov správ a procedúr
pre jednoznačné určenie rozhrania pre požadovanú aplikáciu či službu. Vďaka ním sa elimi-
nuje výmena veľkého množstva parametrov medzi zariadeniami pred začatím komunikácie.
Medzi základné profily patrí sériový profil, profil pre slúchadlá a napríklad profil pre fax.
K doplnkovým profilom napríklad patria profily pre distribúcia audia a videa a profily pre
tlač.
Od vzniku Bluetooth bolo vydaných niekoľko jeho verzií [18]. Všetky novšie verzie proto-
kolu sú spätne kompatibilné s predchodcami. Prvá verzia 1.0 obsahovala problémy v oblasti
interoperability medzi zariadeniami, ktoré boli vyriešené vo verzii 1.1. Prvá verzia, ktorá
sa objavila v mobilných telefónoch bola 1.2. V tejto špecifikácii sa dosahovali rýchlosti do
1Mbps. V roku 2004 prišla verzia s označením 2.0 + EDR, ktorá umožňovala komunikácia
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na rýchlostiach až do 3Mbps. Vylepšenia v oblasti bezpečnosti a párovania, zníženie spo-
treby energie priniesla verzia 2.1 + EDR. V najnovších verziách 3.0 + HS a 4.0, sa na prenos
dát využívajú technológie štandardu 802.11, s ktorými dosahujú rýchlosti až 21Mbps. Pô-
vodná podoba protokolu Bluetooth sa využíva na párovanie zariadení a na zabezpečenie
spätnej kompatibility.
3.3.1 RFCOMM a sériový profil
Sériový profil definuje procedúry a správy protokolov základnej špecifikácie, ktoré sú pou-
žívané zariadeniami pre emuláciu kábla rozhrania RS-232 [19]. Sériový profil vytvára abs-
trakciu sériového portu pre aplikácie, ktoré komunikujú cez sériový port, bez toho, aby
vedeli, že samotná komunikácia so zariadením je sprostredkovaná protokolom Bluetooth.
Využíva časti profilu GAP, ktorý poskytuje generické služby pre ostatné profily v súvislosti
s objavovaním a vytváraním spojení medzi zariadeniami. Aplikácie na oboch koncoch spo-
jenia pristupujú k emulovanej linke cez virtuálny sériový port, prípadne cez iný abstrakčný
mechanizmus.
Sériový profil využíva služby protokol RFCOMM pre emuláciu sériového kábla a pro-
tokol SDP pre získanie informácii o poskytovaných službách. Cez protokol SDP je možné
identifikovať kanál vytvorený protokolom RFCOMM v prípade, ak je cieľovom systéme
prístupných niekoľko aplikácií využívajúcich sériový profil. Profil využíva pre prenos dát
jeden časový slot, čím je možné dosiahnuť rýchlosti do 128kbps.
Protokol RFCOMM umožňuje emulovať 9 signálov štandardu RS-232 a komunikáciu
medzi zariadeniami DTE-DCE ako aj medzi DTE-DTE, lebo tieto signály sú posielané v
podobe nezávislej od typu komunikujúcich zariadení. Zariadenia s využitím protokolu RF-
COMM sú schopné vytvoriť až 60 virtuálnych sériových portov, avšak toto číslo je imple-
mentačne závisle od konkrétneho zariadenia [40]. K dispozícii sú aj príkazy na dohodnutie
parametrov sériovej komunikácie medzi komunikujúcimi stranami ako použitá parita, či
prenosová rýchlosť v baudoch. Samotný bezdrôtový prenos však nie je limitovaný spomí-
nanou rýchlosťou nastavenou pre sériový port, ale rýchlosťou, ktorú umožňuje prenos cez
jeden časový slot.
3.4 Prenos komunikácie sériového portu cez sieť
V tejto časti sú popísané nástroje, pomocou ktorých je možné preniesť sériovú komunikáciu
cez sieť a sprístupniť ju na cieľovom systéme pre sériové aplikácie. Oproti kapitole venovanej
popisu súčasného stavu, kde boli popísané komerčné systémy s vlastným užívateľským roz-
hraním bez možnosti integrácie, sa tu rozoberajú nástroje, ktoré by sa mohli dať integrovať
do ďalších systémov, či už na úrovni programátorských knižníc alebo komunikácie medzi
procesmi.
K tomuto účelu je potrebné vytvoriť sieťové spojenie medzi klientom a serverom, cez
ktoré sa budú prenášať dáta protokolu sériového portu. Pre dosiahnutie funkčnosti čo naj-
väčšej skupiny zariadení je potrebné prenášať a prostredníctvom virtuálneho portu aj in-
terpretovať stavové signály rozhrania RS-232. Na klientskom systéme by sa mal vytvoriť
virtuálny sériový port, ktorý by z jednej strany otvorila aplikácia pre komunikáciu so séri-
ovým portom a zo strany druhej by sa aktualizoval stav portu so siete.
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3.4.1 Virtual serial port emulator (VSPE)
VSPE je aplikácia na emuláciu sériových portov pre operačný systém Windows [27]. Umožňuje
vytvárať virtuálne sériové porty, ktoré je možné využiť na vzájomné prepojenie dvoch apli-
kácií komunikujúcich cez sériový port. Ďalšou poskytovanou funkciou je zdieľanie dát z
jedného sériového portu medzi viacerými aplikáciami. Pomocou tejto aplikácie je možné
prenášať sériovú komunikáciu cez TCP/IP sieť, kde aplikácia vystupuje v roli servera aj
klienta. Na strane servera očakáva TCP spojenie, z ktorého prijaté dáta presmeruje na
vybraný sériový port. Server umožňuje pre jeden sériový port akceptovať niekoľko TCP
spojení. V roli klienta aplikácia inicializuje TCP spojenie na server a dáta z tohto spojenie
predá fyzickému alebo virtuálnemu sériovému portu.
Činnosť aplikácie spočíva vo vytváraní takzvaných zariadení, z ktorých je možné vybu-
dovať potrebné prepojenie. Zariadenie, ktoré reprezentuje virtuálny sériový port sa nazýva
Connector. Prepojenie dvoch sériových portov na lokálnom systéme pomocou virtuálneho
nulového kábla umožňuje zariadenie Pair. Pre realizáciu spojenia cez sieť slúžia zariadenia
TcpServer a TcpClient. Zoznam všetkých týchto zariadení je uvedení v príručke k aplikácií.
S aplikáciou sa pracuje pomocou grafického rozhrania (Obr. 3.12). V takejto podobe
je však ťažko integrovateľná do iných systémov. V inštalačnom balíku aplikácie sú však
prítomné knižnice pre jazyky C++ a C#, ktoré umožňujú integrovať funkcie tejto apliká-
cie priamo do ďalších systémov na úrovni zdrojového kódu. Pre použitie tejto knižnice a
následnú distribúciu aplikácie je potrebné do priečinka so spustiteľným súborom pribaliť
súbory dynamických knižníc, ktoré sú špecifikované v dokumentácii.
Typické použitie knižnice prebieha v štyroch fázach. Pred volaním funkcií knižnice je ju
potrebné inicializovať sériovým číslom. Bez tohto kroku nie je možné s knižnicou pracovať.
Ďalším krokom je inicializácia vnútorných štruktúr knižnice. Po tomto kroku je možné
vytvárať virtuálne porty a prepojenia medzi nimi. V poslednom kroku sa spustí emulácia,
čím sa virtuálne zariadenia sprístupnia v systéme a aktivujú sa lokálne alebo vzdialené
prepojenia.
Aplikácia je voľne dostupná v implementácii pre 32b systémy. Pre použitie na 64b
systémoch je už nutné zakúpiť licenciu. Ako nevýhoda by sa dala považovať skutočnosť, že
nie sú dostupné zdrojové kódy knižnice a nedostupný popis vnútornej funkcionality.
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Obrázok 3.12: Grafické rozhranie k aplikácii VSPE (prevzaté z [27])
3.4.2 Projekt com0com
Projekt com0com tvorí skupina aplikácií s otvoreným zdrojovým kódom pre operačný sys-
tém Windows, určených na emuláciu sériových portov a ich vzdialenú komunikáciu cez sieť
[44].
Aplikácia Null-modem emulator vytvára v operačnom systéme páry virtuálnych sério-
vých portov, ktoré sú virtuálne prepojené nulovým káblom. Jadrom aplikácie je ovládač na
úrovni jadra operačného systému, ktorý zabezpečuje emuláciu sériového portu. Tieto páry,
ktorých počet nie je aplikáciou obmedzený, je možné využiť na prepojenie dvoch aplikácií
komunikujúcich cez sériový port. Vytváranie párov a nastavovanie ich vlastností je riadené
aplikáciou ovládanou z príkazového riadku. Pri vytváraní párov virtuálnych portov systém
Windows zobrazí dialóg inštalácie nového hardvéru pre každý port páru, ktorým musí uží-
vateľ prejsť, aby sa port sprístupnil v systéme, čo môže vnášať komplikácie pri dynamickom
vytváraní a rušení párov. Je to spôsobené tým, že spomínaný ovládač nie je podpísaný spo-
ločnosťou Microsoft. S inštaláciou virtuálneho hardvéru súvisí aj fakt, že k tejto činnosti
sú potrebné v systéme práva administrátora. V inštalačnom balíku aplikácie sa nachádza
aj aplikácia implementujúca grafické rozhranie pre hlavnú konzolovú aplikáciu (Obr. 3.13).
Pre prepojenie párov virtuálnych portov cez sieť je v rámci projektu com0com k dispozí-
cii aplikácia com2tcp. Na jednom počítači sa spustí aplikácia v režime servera a predá sa jej
jeden port z páru vytvoreným programom Null-modem emulator, na ktorý bude presmero-
vávať prijaté dáta zo siete. Druhý port páru otvorí sériová aplikácia. Podobná konfigurácia
sa zvolí aj na druhom počítači s rozdielom, že aplikácia com2tcp sa spustí v režime sieťového
klienta.
Treťou aplikáciou z balíka je hub4com, ktorá rozširuje com2tcp o ďalšie možnosti. Po-
mocou tejto aplikácie je možné zdieľať dáta z jedného sériového portu medzi viacerými
aplikáciami, či už lokálne alebo cez sieť. Aplikácia implementuje rozšírenie protokolu Telnet
definované v RFC 2217 a je ju možné použiť ako v roli klienta tak aj servera.
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Obrázok 3.13: Grafické rozhranie k aplikácií Null-modem emulator (snímok obrazovky)
3.4.3 Rozšírenie protokolu Telnet podľa RFC 2217
Protokol Telnet je znakovo orientovaný protokol, ktorý bol pôvodne navrhnutý ako pro-
striedok pre prihlasovanie ku vzdialeným systémom. Toto rozšírenie umožňuje používať
protokol Telnet pre konfiguráciu vzdialených sériových portov ako aj pre samotnú sériovú
komunikáciu s podporou riadiacich signálov štandardu RS-232 [20].
Sieťové spojenie rozšírenia RFC 2217 sa ustanovuje štandardným spôsob, ktorý sa pou-
žíva v protokole Telnet s využitím IAC príkazu COM-PORT-OPTION (s hexa kódom 4C).
Po ustanovení spojenia môže klient posielať príkazy tohto rozšírenia v ľubovoľnom okamihu.
Medzi tieto príkazy patrí napríklad SET-BAUDRATE, SET-DATASIZE, SET-PARITY,
SET-STOPSIZE s príslušnou hodnotou, ktorými sa nastavujú základné parametre sério-
vého portu. Po každom takom príkaze posiela server späť klientovi potvrdenie s aktuálnou
hodnotou, ktorá však môže byť odlišná od požadovanej klientom v závislosti od toho, či sa
ju na serveri podarilo nastaviť.
Riadenie toku sa nastavuje pomocou príkazu SET-CONTROL. Parametrom príkazu
je index do tabuľky definovanej v RFC. Hodnoty v tejto tabuľke určujú nastavenie spô-
sobu riadenia toku ako aj nastavenie stavu súvisiacich signálov (DTR, RTS). Úplné po-
zastavenie odosielania dát a stavových informácií môže klient zakázať a povoliť príkazmi
FLOWCONTROL-SUSPEND a FLOWCONTROL-RESUME. Server môže asynchrónne
zasielať informácie o zmene stavu signálov RS-232 ako aj informácie o chybe parity či
podtečeniu vstupnej fronty. Klient si môže maskou určiť, o ktorých zmenách má byť infor-
movaný.
Toto rozšírenie implementujú hlavne hardvérové servere zariadení, ktoré sprístupňujú
sériové porty cez sieť Ethernet. Existuje však aj niekoľko softvérových serverov, ako naprí-
klad spomenutý hub4com, ktoré distribuujú prijaté dáta zo siete na lokálne sériové porty.
Na strane klienta sa používajú aplikácie, ktoré využívajú toto rozšírenie priamo zasielaním
príslušných príkazov Telnet protokolu, alebo tieto príkazy vytvára a posiela do siete ovlá-
dač virtuálneho sériového portu, čo sa javí ako univerzálnejšie riešenie, lebo ho môžu využiť
všetky aplikácie komunikujúce cez sériový port.
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3.4.4 Nástroje pod operačným systémom Linux
Pod operačným systémom Linux je dostupných niekoľko aplikácii ovládaných z príkazového
riadku, čo by umožňovalo pomerne jednoduché začlenenie do iných systémov.
Remserial je jednoduchý program určený pre operačný systém Linux, ktorý slúži ako
most medzi sieťou TCP/IP a sériovým portom [36]. Program môže pracovať ako v roli ser-
vera tak aj klienta. Príklad spustenia programu v režime servera môže vyzerať nasledovne:
remserial -d -p 23000 -s "9600 raw" /dev/ttyS0
kde prvý parameter -d určuje, že sa má program spustiť ako démon, pripojenie očakáva
na porte 2300 a presmeruje komunikáciu zo zariadenia udaného súborom /dev/ttyS0. Pa-
rameter -s nastavuje vlastnosti sériového portu. Na strane servera je možné nastaviť aj
maximálny počet príchodzích spojení parametrom -m.Použitie programu v úlohe klienta by
mohlo vyzerať:
remserial -p 23000 -r adresa_servera -l /dev/remserial /dev/ptmx
kde parametrom -r sa udáva adresa servera, ku ktorému sa má pripojiť. Ako zariadenie
a zvolilo /dev/ptmx, čo je zariadenie na vytváranie pseudo terminálov, ktoré sa navonok
chovajú ako sériové porty. Parametrom -l sa udáva symbolické meno pseudo terminálu,
pomocou ktorého k nemu môžu pristupovať aplikácie.
Po nahliadnutí do zdrojových súborov aplikácie je ľahko identifikovať, že program vlastne
len číta údaje zo sériového portu a v pôvodnom stave ich posiela cez sieť na zadanú adresu
bez účasti akéhokoľvek riadiaceho protokolu.
Socat je podobne ako Remserial program určený pre operačné systémy Linux a je ovlá-
daný cez parametre príkazového riadku [6]. Oproti programu Remserial je však robustnejší
a poskytuje množstvo funkcií naviac. Program socat je určený na obojsmerný prenos dát
medi dvoma všeobecnými dátovými zdrojmi (rúra, súbor, zariadenie, soket a pod.). Po-
skytuje veľké množstvo parametrov pre jemné nastavenie každého dátového zdroja, čím sa
pomerne dosť znižuje jednoduchosť jeho používania.
Pre sprístupnenie prijatých sériových dát zo siete je v systéme Linux možné použiť
pseudo terminály, s ktorými je možné pracovať ako s textovým terminálom alebo sériovým
portom. Pseudo terminál tvorí pár nadriadeného zariadenia s podriadeným (master-slave).
Pri zápise dát do podriadeného zariadenia, sa tieto dáta v nadriadenom zariadení prejavia
ako vstup, a naopak, dáta zapísané do nadriadeného zariadenia sa prejavia ako vstup v
podriadenom. Uvedené prepojenie je analógiou k prepojeniu signálov TX a RX štandardu
RS-232 pri použití nulového kábla. Riadiacu stranu páru otvorí užívateľský proces, ktorý
simuluje činnosť zariadenia. Aplikácia komunikujúca so sériovým portom otvorí podriadenú
stranu páru, s ktorou komunikuje štandardným spôsobom sériovej komunikácie.
Vytvorenie páru zariadení sa realizuje otvorením súboru zariadenia /dev/ptmx, čím sa
získa deskriptor na nadriadené zariadenie. Po tomto kroku vznikne v adresári /dev/pts/
súbor podriadeného zariadenia [3]. Názov pre súbor podriadeného zariadenia určí operačný
systém a je ho potrebné zistiť podľa deskriptora súboru nadriadeného zariadenia, pomocou
volania ptsname(). Takto je možné emulovať len zariadenia, ktoré využívajú signály TX
a RX (zápis a čítanie dát). Prístup k ostatným signálom štandardu RS-232 je u pseudo
terminálov ignorovaný. Taktiež sa ignoruje aj paritný bit.
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3.5 Zvukové zariadenia
Pre prehrávanie alebo ukladanie audio signálu v počítači je potrebný hardvér zvaný zvu-
kový čip alebo zvuková karta. Aby bolo možné k hardvéru pristupovať je taktiež potrebný
aj ovládač zvukovej karty, ktorý aplikáciám sprístupňuje programové rozhranie. Na doske
zvukovej karty sú umiestnené zvukové zariadenia. Bežná zvuková karta obsahuje riadiace
zariadenie, mixér, PCM zariadenia a syntetizér. Táto kapitola čerpá zo zdrojov [46], [50] a
[31].
Riadiace zariadenie nie je v skutočnosti hardvérovým zariadením, ale tvorí informačný
bod, ktorý sprístupňuje údaje o všetkých zvukových zariadeniach prítomných na karte.
Napríklad v operačnom systéme Linux je toto zariadenie prístupné pod súborom zariadenia
/dev/sndstat.
Zariadenie mixéra, alebo taktiež označované ako zmiešavač, umožňuje spájať niekoľko
audio prúdov z rôznych vstupov do jedného výstupného prúdu. Pre každý vstupný prúd je
možné samostatne nastaviť zosilnenie. Miešanie prúdov v mixéri sa uskutočňuje v analógovej
podobe. Výstup mixéra môže ústiť do prevodníka z analógového do digitálneho signálu, čo
umožní ďalšie digitálne spracovanie, alebo priamo k výstupu, kde sú napojené reproduktory.
Niektoré lepšie zvukové karty môžu obsahovať viac zariadení zmiešavača.
PCM zariadenia (zariadenia pulzno-kódovej modulácie) prevádzajú analógový signál na
digitálny a opačne. Na tento účel využívajú prevodníky signálov, v technickej literatúre
často označované ako DAC (prevodník z digitálneho signálu na analógový) a ADC, ktorý
plní opačnú funkciu. PCM zariadenie môže pracovať len v jednom z týchto režimov. Zari-
adenia, ktoré pracujú s využitím DAC sú označované ako výstupné zvukové zariadenia a
zariadenia s využitím ADC ako vstupné zvukové zariadenia.
Vlastnosti PCM, alebo presnejšie prevodníkov signálu, definuje niekoľko parametrov.
Veľkosť vzorky dát udáva s akou presnosťou je možné zachytiť úroveň signálu v danom
okamihu. Bežné hodnoty tohto parametru sú 8, 16 a 32 bitov. Ďalším parametrom je vzor-
kovacia frekvencia, ktorá udáva ako často sú zo signálu odoberané vzorky. Najčastejšie
hodnoty tohto parametru sú 44,1kHz, čo je vzorkovanie používané pri zvukových CD a
48kHz, čo odpovedá zvuku na nosičoch DVD. Tieto hodnoty sú zvolené vzhľadom na vlast-
nosti ľudského ucha, ktorý rozpoznáva frekvencie od 20Hz približne po 22kHz. Uvedené
vzorkovacie frekvencie sú dvojnásobné vzhľadom na Nyquistov teorém, ktorý vraví, že re-
konštrukcia navzorkovaného signálu je plnohodnotná vtedy, keď bol signál vzorkovaný aspoň
dvojnásobnou frekvenciou od maximálnej frekvencii obsiahnutej vo vzorkovanom signály.
Posledným dôležitým parametrom, ktorý charakterizuje PCM zariadenia je počet kanálov.
Hodnoty tohto parametra sú 1 pre mono a 2 pre stereo spracovanie, prípadne 4,5 a 7 pre
dosiahnutie priestorového zvuku.
Syntetizátor je časť zvukovej karty, ktorá generuje umelé zvuky a tóny podľa stanove-
ného predpisu. Štandardom týchto predpisov je napríkad formát MIDI, ktorý udáva aký
tón, akého hudobného nástroja má syntetizátor generovať. Na zvukovej karte je umiestnená
tabuľka, ktorá obsahuje vzorky pre tóny hudobných nástrojov. Tóny, ktoré nie sú v tabuľke
dostupné je možné algoritmicky z existujúcich záznamov dopočítať.
3.6 Zdieľanie vstupných zvukových zariadení
Podobne ako pri zdieľaní sériového portu je aj pri zvukových zariadeniach potrebné riešiť
otázky prenosu dát a následne ich na klientskom systéme sprístupniť na spracovanie. Na
prenos zvukových dát sa v súčasnosti často používa protokol RTP. Má dobré vlastnosti pre
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prenos dát v reálnom čase a je dostupných množstvo softvérových aj hardvérových riešení
na samotné vysielanie alebo prehrávanie.
Existuje mnoho prehrávačov, pomocou ktorých je možné prehrať prúd zvukových dát zo
siete. Často sa však okrem prehrávania požaduje ďalšie spracovanie zvukového prúdu, preto
je potrebné nájsť riešenie ako prijaté dáta predať na vstup ľubovoľnej aplikácii na spracova-
nie zvuku, bez toho, aby podporovala samotný príjem dát zo siete. V ideálnom prípade by
bolo vhodné sprístupniť audio dáta v podobe virtuálneho vstupného zvukového zariadenia,
ktoré by si mohli aplikácie otvoriť bežným spôsobom, ako napríklad mikrofón. Najjedno-
duchším riešením je využitie virtuálneho zariadenia StereoMix, ktorý je v dnešnej dobe
súčasťou balíka ovládačov takmer pre každú zvukovú kartu. Toto zariadenie sprístupňuje v
podobe vstupného zvukového zariadenia všetky zvuky vygenerované systémom, a teda aj
prehrávačom RTP prúdov, a je ho možné použiť ako vstup pre zvukové aplikácie. Nevýho-
dou je, že zvukový signál z tohto zariadenia, môže byť ovplyvnený aj nežiaducimi zvukmi
od iných aplikácií.
3.6.1 RTP
Prenosový protokol by sa mal vysporiadať s prenosom audio prúdov v reálnom čase, ktoré
sú brané zo vstupných zvukových zariadení. Keďže zariadenie bude môcť v čase využívať len
jeden užívateľ, prenos prúdov by mal byť typu unicast. Spomenuté požiadavky spĺňa proto-
kol RTP. V tejto podkapitole sú definované základné pojmy súvisiace s týmto protokolom.
Táto kapitola prevažne čerpá z [42] a [48].
Real-Time Transport Protocol (RTP) je štandard pre prenos audio a video prúdov cez
IP siete. Rapídne sa vyžíva v IP telefónii a video konferenciách, ale aj v aplikáciach, ktoré
neprenášajú multimediálny obsah, ale rôzne, v reálnom čase potrebné, dáta. Protokol bol
vyvinutý skupinou IETF (Internet Engineering Task Force) popísaný v RFC 1889 v roku
1996. V roku 2003 bol tento popis nahradený novším RFC 3550.
RTP je protokolom aplikačnej vrstvy OSI modelu. Na transportnej vrstve väčšinou
využíva nespoľahlivý protokol UDP, lebo prenos multimediálnych prúdov je tolerantný voči
občasným stratám paketov. Môže využívať aj protokol TCP, avšak jeho spoľahlivosť vnáša
do prenosu väčšie oneskorenie, čo je pre prúdy bežiace v reálnom čase zvyčajne neprijateľné.
Protokol RTP poskytuje prostriedky na detekciu straty paketu počas prenosu a úpravy
časovania spôsobené oneskorením siete. Neposkytuje však mechanizmy pre kvalitu služieb
(QoS) a zabezpečenie prenosu paketov v správnom poradí. O správne zoradenie prijatých
paketov sa musí starať aplikácia.
S protokolom RTP je úzko spojený protokol RTCP (RTP Control Protocol). Jeho úlohou
je poskytovať odosielateľovi spätnú väzbu od klientov a tiež má za úlohu synchronizovať
príbuzné prúdy (napríklad zvuk a obraz pri prenose videa). Spätnú väzbu od príjemcov
odosielateľ využíva na úpravu prenášaného prúdu. Protokol RTCP taktiež využíva UDP
ako transportný protokol na porte zvyčajne o jednotku vyššom oproti portu RTP.
Pojem RTP relácia označuje skupinu účastníkov, ktorí si pomocou protokolu RTP vy-
mieňajú dáta. Pre prenos každého prúdu dát musí byť ustanovená zvlášť relácia. Pre ka-
ždého účastníka je relácia definovaná pomocou IP adresy a dvojice portov RTP a RTCP.
Hodnoty portov by mali byť rovnaké pre príjem aj posielanie dát. Predvolené hodnoty por-
tov sú 5004 pre RTP a 5005 pre RTCP avšak aplikácie si ich prispôsobujú podľa potreby.
Relácie môžu byť typu unicast a multicast.
Keďže návrh protokolu RTP nešpecifikuje druh prenášaných dát, každá aplikácia musí
vedieť ako spracúvať prenášané dáta, prípadne sa vyrovnávať s chybovými stavmi. Pre
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triedy aplikácií, ktoré prenášajú podobný typ dát, sú definované tzv. profily. Tieto profily
určujú ako má aplikácia interpretovať polia v hlavičke RTP paketu. Profily pre jednotlivé
triedy aplikácií sú stále vo vývoji a sú zverejňované ako špecifikácie RFC (napríklad RFC
3551 pre audio a video konferencie s minimálnou kontrolou).
Profily popisujú aké formáty dát aplikácie prenášajú s využitím RTP. V hlavičke RTP
paketu je formát určený položkou typ obsahu (payload format). Formáty obsahu identi-
fikujú použitý kodek, ktorým boli kódované prenášané dáta a upresňuje použitie niekto-
rých položiek v hlavičke RTP paketu, napríklad položku timestamp pre potreby časovania.
V niektorých prípadoch je nutné doplniť informácie ohľadom použitého kodeku pridaním
rozširujúceho poľa do hlavičky RTP paketu.
3.6.2 Knižnice implementujúce RTP
Live555 je knižnica s otvoreným zdrojovým kódom pre jazyk C++, ktorá je určená pre
implementáciu systémov využívajúcich prenos multimediálnych prúdov cez sieť [35]. Im-
plementuje protokoly RTP, RTCP, RTSP a podporuje niekoľko multimediálnych formátov.
Knižnica umožňuje zabaliť do RTP dáta napríklad so súborov MP3, MPEG, alebo priamo
zo vstupných audio/video zariadení. S jej využitím bola implementovaná podpora prenosu
multimediálnych prúdov pre aplikácie ako VLC a MPlayer. Je použiteľná pod operačnými
systémami Windows aj Linux. Dokumentácia k triedam prakticky neexistuje, avšak spolu
s knižnicou je dodávaný balík dobre komentovaných príkladov, ktoré pokrývajú možnosti
využitia knižnice. Dobrým zdrojom informácií je FAQ a vývojárske fórum projektu.
Knižnica je postavená na architektúre zdroj - spotrebiteľ, ktorá sa využíva na klientskej
aj serverovej strane spojenia (Obr. 3.14). Z pohľadu servera je zdroj napríklad multimedi-
álny súbor, alebo vstupné zariadenie, z ktorého sa berú dáta na prenos a spotrebiteľom je
mechanizmus, ktorý tieto dáta balí napríklad do protokolu RTP a posiela do siete. Zdroj
na klientskej strane prijíma pakety zo siete, oddelí z nich užitočné dáta a predá ich spo-
trebiteľovi, ktorým môže byť napríklad prehrávač médií alebo súbor. Knižnica umožňuje
medzi zdroj a spotrebiteľa pridávať, a vzájomne reťaziť ďalšie články označované ako filtre.
Pomocou filtra je možné napríklad zmeniť poradie bajtov slova v prenášaných dátach. In-
terne knižnica funguje tak, že spotrebiteľ si asynchrónne žiada o dáta od zdroja, ktorý ich
poskytne cez funkciu spätného volania, hneď ako budú k dispozícii.
Obrázok 3.14: Principiálna architektúra knižnice Live555
Snahou bolo vyhľadať knižnice pre jazyk C++, a ktorých použitie v kóde nie je závislé
na operačnom systéme a je ho možné prenášať bez úpravy. JRTPLIB je voľne dostupná
knižnica napísaná v jazyku C++, ktorá implementuje protokol RTP podľa špecifikácie
RFC 3550 [34]. Spolu s protokolom RTP rieši na internej úrovni aj kontrolný protokol
RTCP. Taktiež odtieňuje užívateľa od nastavovania položiek v hlavičke RTP paketu, stačí
len príslušnej triede predať obsah prenášaných dát. Knižnica je dostupná pre platformy
Windows, Linux a Solaris. Knižnica obsahuje referenčnú príručku implementovaných tried
a tiež niekoľko komentovaných príkladov, ktoré demonštrujú použitie knižnice. Dostupných
je však množstvo ďalších knižníc pre rôzne jazyky ako napríklad jlibrtp pre jazyk Java. V
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prostredí .NET je dostupná implementácia RTP.NET. Taktiež je dostupná implementácia
v rámci projetu GNU a to ccRTP.
3.6.3 Rozhranie JACK
JACK je systém na prácu s audio dátami v reálnom čase s nízkym oneskorením. Je do-
stupný pod rôznymi operačnými systémami vrátane systémov Linux a Windows. Určený
je primárne na prepájanie zvukových vstupov a výstupov aplikácií avšak poskytuje pro-
striedky aj na spracovanie audio prúdov [22]. JACK nevytvára v systéme virtuálne zvukové
karty, tvorí len prepojovacie rozhranie medzi zvukovými aplikáciami.
Hlavnou časťou systému je server, ktorý riadi prepojenia medzi JACK aplikáciami. Ser-
ver beží na pozadí ako démon operačného systému a spúšťa sa z príkazového riadku, kde sú
mu zadané parametre, ktoré definujú jeho chovanie (napríklad zvukový podsystém, ktorý
má využívať, vzorkovacia frekvencia apod.). Súčasťou systému sú aj aplikácie, ktoré sl-
úžia na interackciu so serverom počas behu ako napríklad jack connect, ktorý je určený
na vzájomné prepájanie JACK aplikácií. Pre jednoduchšiu správu je k dispozícii niekoľko
aplikácii implementujúcich pre server a jeho podporné nástroje užívateľské rozhranie. Asi
najviac používanou je z nich aplikácia Qjackctl [7]. Na nastavenie vlastností servera po-
skytuje prehľadné dialógové okno, kde aj zobrazuje jeho aktuálny stav. Prepojenia medzi
JACK aplikáciami sa riadia jednoduchým vytvorením linky medzi požadovaným výstupom
a vstupom. Na to, aby sa klientské aplikácie mohli navzájom prepájať musia implementovať
rozhranie JACK (preto boli v predošlom texte nazývané ako JACK aplikácie). V nastave-
niach týchto aplikácii je potom možné zvoliť ako výstupné a vstupné zvukové zariadenie
systém JACK. Pre implementáciu týchto aplikácii je dostupné programátorské rozhranie
pre jazyk C. Okrem sprístupnenia pripojiteľnosti s JACK serverom, poskytuje aj funkcie
pre manipuláciu s audio dátami.
Zoznam niektorých aplikácií implementujúcich toto rozhranie je uvedený na stránkach
projektu. K dispozícii sú aplikácie od prehrávačov, cez zvukové editory až po aplikácie
simulujúce hudbné nástroje a syntetizéry. Väčšina z týchto aplikácii je určená pre operačný
systém Linux prípadne Mac OS. Podpora aplikácií pre systém Windows nie je momentálne
tak veľká.
Obrázok 3.15: Prepojenie JACK aplikácií pomocou GUI Qjackctl (prevzaté z [7])
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3.6.4 Virtual audio cable
VAC je platená aplikácia určená pre operačné systémy Windows, ktorá umožňuje prenos
audio prúdov medzi aplikáciami v reálnom čase [38]. Aplikácia vytvára tzv. virtuálne audio
káble, ktorých konce tvoria pár virtuálne vstupné zariadenie a virtuálne výstupné zariade-
nie. Prenos dát je v digitálnej forme a preto nedochádza k ďalšej strate na kvalite.
Použitie softvéru VAC spočíva v nastavení jedného konca virtuálneho kábla ako vý-
stupné zvukové zariadenie pre aplikáciu. V aplikácii, v ktorej potrebujeme zachytiť audio
prúd produkovaný prvou aplikáciou, nastavíme ako vstupné zariadenie druhý koniec vir-
tuálneho audio kábla. V prípade, že viac aplikácii otvorí rovnaký vstupný koniec kábla,
bude im audio prúd , generovaný z výstupného konca kábla, duplikovaný. Pri otvorení
výstupného konca virtuálneho kábla viacerými aplikáciami budú nimi produkované audio
prúdy zmiešané do jednéh. VAC umožňuje zmenu vzorkovania a veľkosti vzorky pre každý
virtuálny kábel nezávisle. Pre konfiguráciu vlastností virtuálnych káblov, ich vytváranie a
rušenie, aplikácia poskytuje jednoduché užívateľské rozhranie. Aplikácia v podstate tvorí
virtuálnu zvukovú kartu (Obr. 3.16), ktorá je v systéme sprístupnená špeciálnym ovládačom
jadra.
Obrázok 3.16: Zobrazenie virtuálnych zariadení VAC v správcovi zvukových zariadení sys-
tému Windows (snímok obrazovky)
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Kapitola 4
Analýza a návrh systému
Systém webovej brány pre prístup k zariadeniam je pomerne rozsiahly, a preto je potrebné
si pred samotnou implementáciou objasniť, čo všetko bude systém obsahovať. S rozsahom
systémov rastie aj ich zložitosť, a teda je vhodné si problém rozdeliť na menšie, ľahšie
zvládnuteľné časti z hľadiska pochopenia ako aj implementácie. Účelom tejto kapitoly je
upresnenie aplikačnej domény pôsobenia systému a nájdenie rolí užívateľov, ktorí budú
požívať systém. V častiach venovaných návrhu sú znázornené blokové schémy serverovej a
klientskej aplikácie, ktoré sú prvým krokom k rozdeleniu systému na lepšie zvládnuteľné
časti. Dôležité častí sú podrobne modelované pomocou jazyka UML.
4.1 Špecifikácia požiadavkov na systém
Uvažovaný systém bude pozostávať z počítača so serverovou časťou aplikácie, na ktorý budú
pripojené zariadenia určené na zdielanie a z počítačov s nainštalovaným tlstým klientom, z
ktorých sa budú zariadenia pripojené na server využívať. Klientské počítače budú pripojené
k serveru prostredníctvom TCP/IP siete.
Aplikácia servera bude disponovať webovým rozhraním, prostredníctvom ktorého bude
vykonávaná väčšina akcií. Užívatelia, ktorí budú mať v systéme aktívny účet si budú môcť
cez web rezervovať zariadenia pripojené k serveru na požadovaný dátum a čas, čím si k
ním zabezpečia výlučný prístup na danú dobu. Po rezervácii zariadení sa užívateľ pripojí
do systému klientskou aplikáciou, ktorá na základe identifikačných údajov o užívateľovi
sprístupní rezervované zariadenia na prácu na jeho počítači. Po uplynutí doby, na ktorú
si užívateľ zariadenie rezervoval sa spojenie so zariadením preruší a bude ho môcť využí-
vať ďalší užívateľ. Požadované je zdieľanie zariadení typu sériový port a vstupné zvukové
zariadenie.
Webové rozhranie bude slúžiť aj na administráciu systému. Správca bude pomocou neho
spravovať účty užívateľov a prideľovať im práva na jednotlivé zariadenia. Ďalšou úlohou
správcu bude pridávanie samotných zariadení do systému a konfigurácia ich parametrov.
4.2 Analýza
Podľa popisu požadovaných činností z predošlej časti je v systéme identifikovaných niekoľko
užívateľských rolí (Obr. 4.1). Pre rezerváciu a používanie zariadení budú užívatelia spadať
do role Užívateľ zariadenia. Takýto užívatelia si budú môcť rezervovať zariadenia cez webové
rozhranie a prostredníctvom klientskej aplikácie si rezervované zariadenia sprístupňovať.
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Každé zariadenie bude mať určeného svojho správcu, ktorý bude vystupovať pod ro-
lou Správca zariadenia. Tento užívateľ bude môcť pridávať práva pre ostatných užívateľov
používať zariadenia, ktorého je správcom. Okrem toho bude mať na starosti aj správnu
konfiguráciu zariadenia v systéme webovej brány, aby ho bolo možné jednoznačne priradiť
k fyzicky pripojenému zariadeniu.
Administrátor systému bude mať na starosti vytváranie užívateľských účtov a pridávanie
zariadení do systému a určovať ich správcu. Rezervácia zariadení administrátorom nie je
potrebná.
Obrázok 4.1: Diagram prípadov užitia pre systém webovej brány
Pre znázornenie vzťahov medzi pojmami v danej aplikačnej doméne sa často uvádza aj
diagram domény (Obr. 4.2), ktorý využíva syntaxu diagramu tried jazyka UML. Jadrom
systému sú vzťahy medzi užívateľom a zariadením, čo v diagrame znázorňujú až tri vzťahy
medzi týmito entitami. Vzťah spravuje medzi entitami Užívateľ a Zariadenie definuje uží-
vateľovi rolu Správca zariadenia. Ďalší vzťah medzi týmito dvoma triedami je doplnený
asociačnou triedou, ktorá vyjadruje rezervácie zariadení užívateľom. Posledným vzťahom
sa vyjadrujú pridelené práva užívateľom na zariadenia.
Skutočnosť, že jedno fyzické zariadenie môže byť operačným systémom rozpoznané ako
viacero zariadení, je znázornená vzťahom medzi triedami Zariadenie a Súčasť. Tento vzťah
je znázornený ako kompozícia, lebo súčasť zariadenia nemôže existovať bez fyzického zaria-
denia a fyzické zariadenie, ktoré neposkytuje žiadnu súčasť nemá zmysel. Súčasťou fyzického
zariadenia môže byť sériový port alebo vstupné zvukové zariadenie, čo je udané triedou Typ.
4.3 Návrh serverovej časti
Po funkčnej stránke by sa aplikácia servera mohla rozdeliť na niekoľko modulov alebo pod-
systémov (Obr. 4.3). Keďže komunikácia užívateľa so server má prebiehať cez webové roz-
hranie, aplikácia by mala disponovať prostriedkami na spracovanie HTTP požiadavkov. V
tomto smere sa však nepredpokladá veľké zaťaženie, a tak použitie samostatného webového
servera by bolo zbytočné až neefektívne k potrebám aplikácie. Preto sa zvolilo riešenie in-
tegrácie webového modulu priamo do aplikácie. Takto sa dosiahne aj lepšia previazanosť s
ostatnými podsystémami, ktorých dátami budú generované webové stránky.
Podobná úvaha sa vzťahuje aj na úložisko perzistentných dát. Veľké informačné sys-
témy, ktoré sú zaťažované množstvom požiadavkov, na tento účel využívajú samostatné
databázové systémy. Pre potreby tejto aplikácie bude postačujúce ukladať údaje priamo do
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Obrázok 4.2: Diagram domény pre systém webovej brány
súborov vo vhodnom formáte, napríklad do CSV. Prípadne využiť bez serverové riešenia
databázového systému, ktorý by umožňoval manipuláciu s dátami pomocou štandardného
SQL a bol by pevnou súčasťou aplikácie. Konkrétne riešenie bude zapúzdrovať modul per-
zistencie dát.
Sieťový modul bude udržiavať informácie o TCP spojeniach klientských aplikácii. Tak-
tiež bude implementovať komunikačný protokol medzi serverom a klientskou aplikáciou a
poskytovať rozhranie na jeho využitie pre ďalšie moduly.
Modul zdieľania zriadení sprístupňuje zariadenia pripojené na server pre vzdialených kli-
entov. Pred samotným vytvorením spojenia, bude modul v pravidelných intervaloch kontro-
lovať rezervácie na aktuálny čas pre pripojených klientov. Podľa typu zariadenia sa vytvorí
komunikačný kanál cez sieť medzi zariadením a klientským systémom. Vytvoreniu kanála
bude predchádzať komunikácia s klientskou aplikáciu cez sieťový podsystém pre výmenu
potrebných dát. Modul bude kontrolovať dobu, po ktorú sú zariadenia rezervované a po jej
uplynutí ukončí prenos dát zo zariadenia ku klientovi.
Medzi menšie moduly môžeme začleniť modul protokolovania a modul konfigurácie.
Subsystém protokolovania, alebo logovania má zabezpečiť uchovanie histórie akcií, ktoré
boli na serveri vykonané, pre ľahšie vystopovanie prípadných problémov rôzneho pôvodu.
Modul bude komunikovať s ostatnými podsystémami, ktorých udalostí bude zaznamenávať
do súboru. Modul konfigurácie bude aktívny pri štarte serveru a zo zadaného konfiguračného
súboru prečíta nastavenia pre všetky subsystémy.
Webový podsystém
Sieťový podsystém
LogovaniePerzistencia
dát
Podsystém zdieľania
zariadení
Obrázok 4.3: Bloková schéma serverovej aplikácie
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4.3.1 Návrh schémy databáze
Relačný pohľad na databázu je znázornený na obrázku 4.4. Entity Užívateľ a Zariadenie
majú binárnu položku Aktuálne, ktorá určuje platnosť záznamu. Pri požiadavku odstrániť
inštanciu entity sa nastaví hodnota tejto položky na FALSE, ale samotnému zmazaniu
záznamu z databáze nedôjde. Tento prístup je zvolený kvôli možnosti spätného prehliadania
záznamov o rezerváciách, ktoré by pri odstránení záznamov o užívateľoch, či zariadení
odkazovali na neexistujúce položky.
Entita Súčasť, ktorá reprezentuje funkčnú jednotku zariadenia, obsahuje položku Konfi-
gurácia. V textovej forme v nej budú uložené parametre súčasti oddelené vhodným oddeľo-
vačom. Význam týmto parametrom sa pridelí až na aplikačnej úrovni podľa typu súčasti
(sériový port, vstupné zvukové zariadenie).
Obrázok 4.4: Diagram schémy databáze
Zariadenie sa bude môcť nachádzať v jednom z dvoch stavov a to PRÍSTUPNÉ a
NEPRÍSTUPNÉ, ktoré bude môcť meniť správca zariadenia alebo administrátor systému.
Zariadenia v stave PRÍSTUPNÉ budú využiteľné pre užívateľov, ktorí ich majú rezervované.
V stave NEPRÍSTUPNÉ nebude zariadenie k dispozícii ani po rezervácii. Tento stav by sa
mal uplatniť, ak je potrebné dočasne zakázať používanie zariadenia napríklad počas doby
riešenia technických problémov.
4.3.2 Čas a rezervácie
Rezervovanie zariadení patrí medzi kľúčové vlastnosti systému. Klientské počítače majú
s veľkou pravdepodobnosťou odlišný systémový čas od času, ktorý je na serveru vplyvom
rôzneho nastavenia, alebo umiestnením v inom časovom pásme. Z tohto dôvodu je nutné
zabezpečiť jednotný čas klienta a severu, aby nedochádzalo konfliktom pri rezerváciách. Ako
referenčný sa teda bude brať systémový čas servera, ktorý bude nutné preniesť na klientskú
aplikáciu a na webový prehliadač pri práci s webovým rozhraním. Zmena tohto času sa na
klientoch bude uskutočňovať synchrónne s ich systémovými hodinami.
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4.3.3 Webové rozhranie
Webové rozhranie bude slúžiť na komunikáciu užívateľa so serverom. Prostredníctvom webu
sa do systému budú pridávať a konfigurovať zariadenia, spravovať účty užívateľov a ich práva
využívať zariadenia. Užívatelia si cez webové rozhranie budú môcť rezervovať zariadenia na
požadovanú dobu.
Samotné rozhranie nemusí byť komplikované, avšak musí užívateľom sprístupniť poža-
dované funkcie cez prehľadné menu, v ktorom sa bude jednoduché orientovať. Na každej
stránke bude zobrazený serverový čas, v ktorom budú evidované aj rezervácie. Pri systé-
moch s rolami užívateľov je dôležité, aby bola zabezpečená autorizácia prístup užívateľov len
na povolené stránky. Štandardom je aj automatické odhlasovanie užívateľa po prekročení
istej doby nečinnosti.
Obrázok 4.5: Stavový diagram prechodov medzi stránkami pre administrátora
Pre administrátora systému boli zvolené 4 položky do hlavného menu a to Užívatelia,
Zariadenia, Rezervácie a Môj profil. Každá položka hlavného menu môže obsahovať niekoľko
podpoložiek, ktoré sú závislé na aktuálne zobrazovanej stránke. V položke Užívatelia sa
nachádza prehľad registrovaných užívateľov v systéme s možnosťou ich editácie. Cez položku
Zariadenia je možné vytvoriť nové zariadenie, editovať existujúce zariadenia a konfigurovať
ich súčasti. V položke Rezervácie je možnosť si zobraziť históriu rezervácii pre konkrétne
zariadenie. Položka Môj profil umožní administrátorovi, ale aj ostatným užívateľom, zmeniť
niektoré svoje údaje.
Stavový diagram prechodov medzi stránkami pre administrátora je zobrazený na ob-
rázku 4.5. Pre ostatné role užívateľov sú položky hlavného a podriadeného menu obmedzené
podľa práv a povinností, aké ma daná rola v systéme.
4.3.4 Sieťový podsystém a protokol
Sieťový podsystém udržiava TCP spojenia s klientskými aplikáciami. Jeho služby využívajú
ostatné moduly, najmä modul zdieľania zariadení. Pre komunikáciu s klientskými aplikácia
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bol navrhnutý jednoduchý protokol, ktorý obsahuje prostriedky na prihlásenie užívateľov a
informovanie klientov o stave aktuálne rezervovaných zariadení.
Dátový paket protokolu povinne obsahuje typ paketu, ktorý určuje sémantiku dát,
ktoré ho bezprostredne nasledujú. Komunikácia medzi klientom a severom by mohla vy-
zerať nasledovne. Po vytvorení TCP spojenia pošle klient paket s prihlasovacími údajmi
(DF LOGIN). Server v závislosť od správnosti týchto údajov spojenie ukončí, ak boli ne-
správne, alebo odošle paket potvrdzujúci prihlásenie spolu s údajmi o užívateľovi ako na-
príklad meno a priezvisko (DF LOGINOK). Následne server skontroluje, či novo prihlásený
užívateľ nemá aktuálne k dispozícii nejaké zariadenia. Ak áno, odošle klientovi paket s
údajmi o dostupnom zariadení ako sú názov zariadenia, interval, v ktorom je zariadenie
pre užívateľa prístupné a údaje o súčastiach zariadenia (DF DEVAVAL). Tento typ pa-
ketu bude posielaný pre každé dostupné zariadenie zvlášť. Tento paket však ešte neudáva,
že súčasti zariadenia sú pripravené na použitie. Server, konkrétne modul zdieľania zari-
adení, spustí každú súčasť zariadenia osobitne a o úspechu tejto akcie informuje klienta
paketom (DF PARTSTART). Ak prebehlo spustenie časti úspešne, klient môže začať danú
časť využívať. Niekedy sa môže stať, že sa danú súčasť serveru nepodarí spustiť, čo môže
byť spôsobené napríklad tým, že danú súčasť zariadenia má otvorenú iný proces na strane
servera (DF PARTFAIL).
Server Klient
Čas
DF_LOGIN (Login, Heslo)
DF_LOGINOK (údaje o 
užívateľovi)
DF_DEVAVAL (údaje o 
aktivnom zariadení)
DF_PARTSTART (Id, port)
DF_PARTFAIL (Id)
Obrázok 4.6: Správy komunikačného protokolu
Pakety od servera informujúce o dostupnosti zariadenia sú vysielané asynchrónne bez
žiadosti klienta. Pri konci času rezervácie už server neposiela klientovi o tejto udalosti
oznámenie, len ukončí činnosť zariadení a preruší komunikačný kanál zariadenia so stranou
klienta. Klient je zodpovedný za notifikáciu užívateľa o konci rezervácie a tiež za uvoľnenie
využívaných prostriedkov.
4.3.5 Podsystém zdieľania zariadení
Činnosť celého podsystému zapúzdruje trieda SprávcaZdieľania. Jeho úlohou je kontrolovať
aktívne zariadenia prihlásených užívateľov a prostredníctvom sieťového podsystému ich in-
formovať o zmene ich stavu. Informácie o dobách rezervácie zariadení čerpá z databázového
podsystému. Diagram návrhových tried je uvedený na obrázku 4.7.
Internou súčasťou triedy SprávcaZdieľania je trieda SprávcaZariadení, ktorá už posky-
tuje prostriedky pre prácu s fyzickými zariadeniami. Od správcu zdieľania dostáva pokyny
pre spustenie a zastavanie zariadenia. Trieda si eviduje informácie o aktuálne spustených
zariadeniach a stave ich súčastí.
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Obrázok 4.7: Diagram tried podsystému zdieľania zariadení
Samotné zariadenia sú reprezentované rovnomennou triedou Zariadenie. Trieda reflek-
tuje informácie o zariadení z databáze a spája ich s konkrétnou rezerváciu užívateľa na
istý časový interval. Ako už bolo spomenuté, jedno fyzické zariadenie môže obsahovať viac
funkčných jednotiek, v systéme webovej brány označované ako súčasti, s ktorými operačný
systém pracuje individuálne. Reprezentáciou súčasti všetkých typov je abstraktná trieda
AbstraktnáSúčasť, ktorá deklaruje operácie, ktoré musia implementovať triedy reprezen-
tujúce konkrétne súčasti. Abstraktnou operáciu je ParsujKonfiguráciu, ktorá v konkrétnej
implementácii pre súčasť priradí význam konfiguračnému reťazcu, ktorý súčasť obdrží pri
vytváraní z databáze. Ďalšou abstraktnou operáciou je operácia Klonuj, pomocou ktorej sa
vytvorí duplikát triedy potomka. Trieda obsahuje vlastnosť SystémovýIndetifikátor, ktorá
nesie označenie súčasti v operačnom systéme (napríklad COM1 pre sériový port, alebo
celočíselnú hodnotu pre zvukové zariadenie).
V pôvodnom stave systém počíta s dvoma konkrétnymi typmi súčastí a to SériovýPort
a VstupnéAudioZariadenie. Každá z týchto tried obsahuje položky nesúce parametre špeci-
fické pre danú súčasť, ktoré sa vyextrahujú z textovej podoby operáciou ParsujKonfiguráciu.
Trieda Zariadenie nesie zoznam súčastí a vďaka abstraktnej triede AbstraktnáSúčasť, k ním
môže pristupovať jednotne bez ohľadu na typ akého tieto súčasti sú.
Keďže s každým typom súčasti operačný systém, prípadne rôzne knižnice, pracujú od-
lišným spôsobom, je pre každú z nich vytvorený tzv. spúšťač. Úlohou spúšťača je vytvoriť
komunikačný kanál medzi súčasťou fyzického zariadenia so vzdialenou klientskou stranou
cez počítačovú sieť. Podľa použitých implementačných prostriedkov môže spúšťač interne
vytvárať vlákna a sieťové spojenia, ktoré sú nezávislé od spojení s klientskými aplikáciami.
Napríklad SpúťačAudioZariadenia musí zabezpečiť otvorenie vstupného zvukového zariade-
nia a dáta z neho získané posielať do siete s využitím vhodného protokolu (napríklad RTP).
Pre spúšťače je navrhnutá abstraktná trieda AbstraktnýSpúšťač, ktorý deklaruje jednotné
rozhranie pre prácu so spúšťačmi konkrétnych typov.
Spúšťače súčastí združuje správca zariadení. Pri požiadavku na zdieľanie zariadenia ob-
drží správca inštanciu triedy Zariadenie, ktorá obsahuje naplnený zoznam súčastí, ktorého
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položky predá príslušným spúšťačom. Pri požiadavku na ukončenie zdieľania zariadenia, je
ukončená každá súčasť patriaca tomuto zariadeniu.
Pri návrhu podsystému zdielania zriadení bola snaha vytvoriť takú hierarchiu tried,
ktorá by umožňovala v budúcnosti čo najjednoduchšie pridanie podpory pre ďalší typ súčasti
s minimálnymi zmenami v okolitom systéme.
4.4 Návrh klientskej časti
Klientská aplikácia bude poskytovať jednoduché grafické užívateľské rozhranie, ktoré má
slúžiť na zadávanie údajov užívateľa pri prihlásení na server a zobrazenie aktuálne dostup-
ných zariadení. Pri dostupných zariadeniach je potrebné zobraziť parametre, s ktorými je
zariadenie spustené. Ďalšou požadovanou informáciou sú údaje, prostredníctvom ktorých je
možné pracovať so vzdialenými zariadeniami na klientskom systéme. Pre sériové zariadenie
je to označenie virtuálneho sériového portu, pre zvukové zariadenie je to číslo portu a ad-
resa sieťového rozhrania, na ktorom je dostupný prúd s audio dátami. Keďže je počas práce
so zariadeniami manipulácia s klientskou aplikáciou nízka, je vhodné ju počas nečinnosti
minimalizovať napríklad do ikony v oznamovacej oblasti systému. Pri zmene stavu zdieľa-
ného zariadenia, ako napríklad blížiaci sa koniec času rezervácie, bude užívateľ upozornený
vyskakovacou správou.
Komunikáciu so serverom zabezpečuje jednoduchý sieťový modul implementujúci na
klientovi komunikačný protokol, ktorý je podrobne popísaný v časti venujúcej sa návrhu
serveru.
Modul prístupu k zariadeniam má za úlohu na klientskom systéme vytvoriť prístu-
pový bod ku vzdialenému zariadeniu, prostredníctvom ktorého budú k zariadeniu pristu-
povať aplikácie. V prípade sériového portu sa vytvorí virtuálny sériový port, ktorý bude
sprístupňovať sériovým aplikáciam dáta prijaté cez sieť zo vzdialeného zariadenia a pre-
posielať dáta od aplikácie k vzdialenému zariadeniu. Vytvorenie virtuálneho zariadenia je
záležitosť závislá od operačného systému, a keďže klient bude prístupný pod systémami
Windows a Linux, je túto záležitosť nutné riešiť zvlášť pre každý systém.
Pre zvukové zariadenie, ktorého dáta sú cez sieť prenášané vhodným protokolom nie je
potrebné vytvárať virtuálne zariadenia, ale stačí užívateľovi predať informáciu o porte a roz-
hraní, na ktorom môže audio prúd otvoriť multimediálnym prehrávačom. Ďalším prístupom
je do aplikácie integrovať prepojovacie rozhranie pre zvukové aplikácie JACK. V tomto prí-
pade by klientská aplikácia musela implementovať aj príjem audio prúdu zo siete a prijaté
dáta predať rozhraniu JACK. Riešenie pre zvukové zariadenie nie je platformovo závislé, a
preto môže byť implementované jednotným spôsobom.
Grafické rozhranie
Sieť Správca prístupu k zariadeniam
Obrázok 4.8: Bloková schéma klientskej aplikácie
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Kapitola 5
Implementácia systému
V tejto kapitole je popísaná implementácia jednotlivých subsystémov identifikovaných v
časti venujúcej sa návrhu, ako pre serverovú tak aj klientskú časť. Dôraz bude kladený
na popis mechanizmov implementujúcich zdieľanie zariadení. V úvode kapitoly sú uvedené
implementačné nástroje a odôvodnenie ich výberu.
5.1 Použité implementačné nástroje
Pre implementáciu serverovej a klientskej časti systému bol použitý jazyk C++ s využitím
knižnice Qt4 od spoločnosti Nokia [39]. Knižnica poskytuje množstvo tried, ktoré implemen-
tujú často používané dátové štruktúry a operácie nad nimi. Knižnica je multiplatformová,
čo znamená, že zapúzdruje platformovo závislé veci, a preto je možné preniesť väčšinu apli-
kácii na rôzne platoformy bez nutnosti zmien v zdrojovom kóde. Framework sa používa
aj pre vývoj aplikácii pre mobilné zariadenia s operačným systémom Symbian, MeeGo a
Windows CE. Pre účel projektu multiplatformovosť dôležitá, keďže klientská časť systému
musí pracovať pod operačnými systémami Windows a Linux. Dôležitú úlohu pri výbere
tejto knižnice hrala veľmi dobre spracovaná dokumentácia k triedam, ako aj k samotnej
architektúre knižnice, množstvo článkov a príkladov, ktorá sa venujú častým úlohám a
veľká užívateľská základňa. Vhodným zdrojom pre získanie rýchleho prehľadu o možnosti-
ach knižnice je kniha [17].
Framework Qt je možné integrovať do prostredia Visual Studio, alebo pracovať s ná-
strojmi GNU, prípadne ich distribúciou pre systém Windows MinGW. Ja som zvolil nástroje
GNU kvôli zachovaniu kompatibility pri prenose medzi systémom Windows a Linux. Ako
vývojové prostredie som využil nástroj Qt Creator, ktorý je súčasťou inštalačného balíka
knižnice. Prostredie poskytuje správu projektov, funkciu dokončovania kódu, vstavané pro-
stredie pre ladenie, editor grafického rozhrania a rýchly prístup k dokumentácii.
Knižnica pozostáva z modulov, ktoré je možné pri vývoji jednotlivo priradiť k apliká-
cii, a tak bude obsahovať len súčasti, ktoré naozaj potrebuje a využíva. Na komunikáciu
medzi objektmi sa používa mechanizmus signálov a slotov. Signál emituje objekt, ktorého
vnútorný stav sa nejakým spôsobom zmenil, a slot je reakcia iného, alebo aj toho istého,
objektu na tento signál. Takto môžu spolu komunikovať objekty, ktoré o sebe nemajú žia-
dnu informáciu. Pre implementáciu tohto mechanizmu používa Qt systém meta-objektov,
ktorý rozširuje možnosti jazyka C++ pomocou makier. Tieto makrá spracúva kompilátor
meta-objekov MOC (meta-object compiler), ktorý z užívateľského zdrojového súboru vy-
generuje ďalší s kódom meta-objektov, ktorý sa už predá štandardnému prekladaču C++.
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Prostredníctvom meta-systému je možné za behu pristupovať k typovým informáciám o
objektoch.
Okrem balíka Qt som použil knižnicu Mongoose pre implementáciu vstavaného webo-
vého servera a knižnicu SQLite pre implementáciu databázového podsystému. Obe riešenia
boli zvolené kvôli požiadavku neinštalovať so systémom robustné aplikácie ako webové a
databázové servre.
5.1.1 Mongoose
Mongoose je implementácia jednoduchého webového servera v jazyku C, ktorý je možné
ľahko vstavať do inej aplikácie, s ktorou sa vyžaduje manipulovať prostredníctvom webo-
vého prehliadača. Pre vstavanie do aplikácie poskytuje jednoduché rozhranie. Samotná
implementácia pozostáva len z jedného zdrojového súboru, ktorý je možné do aplikácie
zakompilovať priamo alebo vytvoriť dynamickú knižnicu, ktorá sa načíta pri spustení apli-
kácie. Na stránkach projektu sa uvádza, že server zaberá v pamäti len niečo okolo 40kB [9],
čím ho je možní považovať za malý.
Samotná implementácia nie je závislá na žiadnej externej knižnici a je ju možné použí-
vať pod rôznymi operačnými systémami vrátane Windows a Linux. Súčasťou inštalačného
balíka je aj spustiteľný program, ktorý plní úlohu jednoduchého webového servera, ako aj
príklady použitia rozhrania servera v jazyku C. Server Mongoose okrem práce so statickými
webovými stránkami ponúka aj možnosť prepojenie s CGI interpretmi. Taktiež je možné
riadiť prístup pomocou prístupového zoznamu ACL.
Práca s programovým rozhraním servera je pomerne jednoduchá. Na začiatku sa spustí
server s parametrami (napr. porty, zoznamy ACL, koreňový priečinok a podobne) a získa sa
identifikácia na spustenú inštanciu. Pri každom HTTP požiadavku sa volá funkcia spätného
volania, v ktorej je možné na neho generovať odpoveď. Ak vyhodnotíme, že bude lepšie, aby
príchodziu požiadavku vybavil server automaticky, je to možné serveru oznámiť cez návra-
tovú hodnotu funkcie spätného volania. V tomto prípade Mongoose vyhľadá požadovaný
zdroj v zadanom koreňovom adresári a odošle ho klientovi.
Parametrom spätného volania je aj štruktúra, ktorá obsahuje informácie o požiadavku,
ako napríklad IP adresa klienta, cesta k požadovanému prostriedku, či zoznam hodnôt
predaných cez URL. Parametre predané metódou POST sa musia z pripojenia prečítať
dodatočne.
Server Mongoose využíva niekoľko vlákien operačného systému [29]. V jednom vlákne,
ktoré je rôzne od hlavného vlákna aplikácie, prijíma sieťové pripojenia. Pre spracovanie
týchto pripojení vytvára podľa potreby pracovné vlákna. Obsluha spätných volaní teda pre-
bieha v odlišných vláknach na čo treba dbať pri používaní zdieľaných dátových štruktúr.
Pri spúšťaní severu je možné pomocou parametru určiť maximálny počet súčasne bežia-
cich vlákien. Pracovné vlákna nemusia nutne vznikať a zanikať príchodom a spracovaním
požiadavku. Pre väčšiu efektivitu Mongoose spúšťa vlákna podľa potreby, a teda po spraco-
vaní jedného požiadavku môže vlákno plynule prejsť na spracovanie ďalšieho bez zrušenia
a opätovného vytvorenia.
5.1.2 SQLite
Podľa domovskej stánky projektu [10] je SQLite knižnica, ktorá implementuje sebestačný,
bezserverový transakčný databázový systém. Je preto vhodná na použitie vo vstavaných
zariadeniach a v aplikáciách, ktoré požadujú prácu s dátami bez nutnosti inštalovať veľké
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databázové systémy. Knižnica je napísaná v jazyku C podľa normy ANSI, bez využitia ďa-
lších externých knižníc. Pri využití v multivláknových prostrediach sa prilinkujú potrebné
knižnice pre vlákna v prostredí POSIX či Win32. SQLite je dodávaný len v jednom zdro-
jovom súbore s príslušným hlavičkovým súborom, čo ho umožňuje zakompilovať priamo do
aplikácie. Ďalšou možnosťou je vytvoriť dynamickú knižnicu, ktorú si aplikácia načíta za
behu. Okrem jazyka C sú dostupné rozhrania aj pre jazyky ako napríklad Python alebo pre
prostredie .NET.
Bezserverový systém znamená, že proces, ktorý potrebuje pristupovať k dátam číta a
zapisuje priamo do databázového súboru bez prítomnosti ďalšieho procesu databázového
systému. Výhodou tohto prístupu, že nie je nutné inštalovať a konfigurovať žiaden ďalší
systém. V podstate každý program s právami prístupu na disk je schopný pracovať so
SQLite. Serverové systémy majú však lepšiu podporu pre súbežný prístup a ochranu dát.
SQLite podporuje transakčné spracovanie, čo umožňuje udržať databázu v konzistentnom
stave aj pri chybe programu. V rámci transakcii sú vykonané všetky príkazy alebo ani jeden
z nich.
Typický príklad použitia databáze SQLite spočíva vo vytvorení spojenia na databá-
zový súbor, čím sa získa identifikátor spojenia, ktorý bude využívaný ďalšími funkciami.
Ďalším krokom je vytvorenie SQL dotazu. Vytvoriť dotaz je možné s pevnými hodnotami
alebo použiť parametrové dotazy, ktoré umožňujú na jeden vytvorený dotaz opakovane na-
väzovať hodnoty. Výsledky príkazu sa prechádzajú pomocou kurzoru. Po skončení práce s
pripojením je ho nutné explicitne uzavrieť.
Pre prístup k databáze z multivláknového prostredia je najjednoduchšie vytvoriť pre
každé vlákno samostatné spojenie. Vlákna, ktoré potrebujú z databázy len čítať k nej môžu
pristupovať súbežne, avšak pri požiadavke na zmenu obsahu je databáza uzamknutá na
úrovni súboru, čím si vlákno vyhradí výlučný prístup.
5.2 Implementácia serverovej časti
Server je implementovaný ako konzolová aplikácia pre systém Windows. Všetky súčasti
servera sú zapúzdrené do triedy DMyServer, ktorej inštancia sa vytvorí v hlavnej funkcii
programu a následne sa vstúpi do slučky udalostí toolkitu Qt. Pred týmto krokom sa ešte
načítajú hodnoty zo zvoleného konfiguračného súboru, ktorý sa predá cez príkazový riadok
aplikácie, alebo sa použije predvolený súbor. Hlavná funkcia programu sa nachádza v súbore
dip server.cpp.
Pri vytvorení inštancie triedy servera sa inicializujú parametrami z konfiguračného sú-
boru jednotlivé podsystémy. Priamymi položkami triedy servera sú podsystémy webového
servera a sieťovej komunikácie. Databázový podsystém a správca zdieľaných zariadení sú
prístupné ako globálne objekty z dôvodu ich využívania inými podsystémami, inicializácia
však prebieha v inštancii servera. Všetky globálne objekty a premenné sú prístupné cez hla-
vičkový súbor dglobals.h. Verejné rozhranie serveru obsahuje len dve metódy pre spustenie
servera a jeho ukončenie.
Aplikácia servera zachytáva signál SIGINT (Ctrl+C), ktorý môže byť aplikácii poslaný
z textovej konzoly ako požiadavok na jej ukončenie. Pred samotným ukončením aplikácie sú
uvoľnené prostriedky zabrané serverom a jednotlivými podsystémami. V triede servera je
implementovaný časovač s periódou vypršania jedna minúta. Na túto udalosť časovača sú
napojené, prostredníctvom mechanizmu signálov a slotov toolkitu Qt, podsystémy webo-
vého serveru a zdieľania zariadení. Webový server ho využije pri implementácii automatic-
kého odhlasovania po zvolenej dobe nečinnosti. Správca zdieľania zariadení využíva udalosti
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od časovača na pravidelnú aktualizáciu zoznamu aktívnych zariadení.
5.2.1 Integrovaný webový server
Aplikácia servera obsahuje integrovaný webový server pre poskytovanie webového rozhra-
nia. Webový server je implementovaný s využitím knižnice Mongoose. Trieda DWebServer
obaľuje túto knižnicu a prispôsobuje jej činnosť potrebám aplikácie.
Knižnica Mongoose spracúva požiadavky od klientov vo funkcii spätného volania, ktorá
sa udá ako parameter pri inicializácii knižnice. Pri použití objektového jazyka, ako je C++,
nie je možné ako túto funkciu spätného volania predať členskú metódu triedy (okrem sta-
tickej), lebo typ ukazovateľa na funkciu je odlišný od typu ukazovateľa na členskú metódu
objektu. Najjednoduchší spôsob riešenia tejto situácie, ktorý som použil aj ja, je vytvore-
nie statickej funkcie a globálneho ukazovateľa na objekt webového servera. Táto funkcia, s
identifikátorom MongooseRequestHandler, sa predá ako parameter pre Mongoose a v nej sa
cez globálny ukazovateľ pristupuje k dátam objektu webového servera.
Stránky webového rozhrania sú generované kódom aplikácie. Každá stránka je repre-
zentovaná jednou metódou objektu webového servera s prefixom Page (napr. PageLogin).
Pre spracovanie údajov zadaných cez formuláre stránok sú určené metódy objektu s pre-
fixom Script (napr. ScriptLogin). Výber klientom požadovanej stránky sa uskutočňuje v
metóde ProcessRequest, ktorá podľa požadovaného zdroja z URL spustí príslušnú metódu
na generovanie stránky alebo vykonanie skriptu. Ak na požadovaný zdroj nie je k dispo-
zícii reakčná metóda, predá sa riadenie knižnici Mongoose, ktorá sa pokúsi nájsť žiadaný
prostriedok v koreňovom adresári a odoslať ho klientovi. Medzi takéto zdroje patria súbory
CSS, JavaScript alebo obrázky do stránok, ktoré si webový prehliadač žiada dodatočne.
Webový server na udržiavanie kontextu používa cookies prehliadača, a preto je nutné ich
vo webovom prehliadači povoliť.
Pre prístup ku cookies a dátam predaných metódami POST a GET slúži trieda DHtt-
pData, ktorá tieto údaje získa zo štruktúr knižnice Mongoose, ktoré sú plnené pri každom
požiadavku. Objekty tejto triedy zjednodušujú prístup k dátam HTTP požiadavku, ktoré
Mongoose uchováva v klasických reťazcoch jazyka C. Na spravovanie aktívnych webových
relácií využíva server triedu DSessionManager. Relácia medzi webovým prehliadačom a ser-
verom vzniká až po prihlásení užívateľa, kedy sa vytvorí záznam v objekte triedy DSession-
Manager s identifikátorom relácie, ktorý sa nastaví aj do cookies prehliadača. Pri každom
požiadavku sa kontroluje, či sa identifikátor relácie predaný v cookies nachádza v zozname
správcu relácie, a ak nie, je prehliadač presmerovaný na prihlasovaciu stránku. Záznam
relácie obsahuje aj čas posledného požiadavku od klienta, ktorý je využitý pre implemen-
táciu automatického odhlasovania po zadanom časovom intervale nečinnosti. Tento čas sa
kontroluje pri každom požiadavku alebo každú minútu ako reakcia na udalosť vypršania ča-
sovača serveru. Pre výber dátumu na stránkach rezervácie zariadenia je pre prvok kalendáru
použitý voľne šíriteľný Tigra Calendar [49].
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Obrázok 5.1: Ukážka webového rozhrania systému (Detail zariadenia)
5.2.2 Databázový podsystém
Databázový podsystém je implementovaný s využitím bezserverového relačného databá-
zového systému SQLite. Hlavnou triedou tohto podsystému je DDbManager, ktorý nesie
informácie o databázovom súbore a poskytuje prostriedky pre vytvorenie nového databá-
zového súboru alebo reinicializáciu existujúceho. Pri vytváraní novej databáze, čo je možné
vynútiť predaním parametrov príkazového riadku pri spustení hlavnej aplikácie, sa vytvorí
schéma databáze a do tabuliek sú naplnené počiatočné hodnoty, ako napríklad záznam o
administrátorovi systému. Táto trieda je implementovaná podľa návrhového vzoru jedináčik
(singleton), a tak je možné mať v systéme len jednu jej inštanciu. Keďže prístup k data-
báze potrebujú takmer všetky podsystémy, je inštancia triedy DDbManager prístupná ako
globálny objekt.
Pre samotnú manipuláciu s dátami a dotazovanie je určená trieda DDBbManipulator.
Inštancie týchto tried vytvára trieda DDbManager, každú so samostatným identifikátorom
spojenia k súboru databáze systému SQLite. Prístup k dátam sa uskutočňuje z viacerých
vlákien, či už sú to vlákna webového servera, alebo pracovné vlákna podsystému zdieľa-
nia zariadení, je podľa dokumentácie k SQLite nutné pre každý takýto prístup vytvoriť
nové spojenie k databázovému súboru. Všetky dotazy nad databázou potrebné pre činnosť
systému sú zabalené do metód tohto objektu. Návratovou hodnotou sú väčšinou zoznamy
položiek vyhovujúce podmienkam dotazu, prípadne skalárna hodnota. Pre príkazy, ktoré
nevracajú žiadne hodnoty sa ako výsledok predaný počet riadkov, ktoré príkaz ovplyvnil.
Položky zoznamov, ktoré vracajú metódy objektov DDbManipulator, reprezentujú zá-
znamy v tabuľkách databáze s prípadnými doplňujúcimi informáciami, ak je výsledok dotazu
získaný spojením viacerých tabuliek. Napríklad pri získaní položiek z tabuľky Práva, kto-
rej záznam obsahuje len identifikátory užívateľa povoleného zariadenia, jediné návratová
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položka obsahuje už naplnené údaje o užívateľovi a zariadení, a nielen ich identifikátory.
Návratové položky pre všetky typy dotazov sú deklarované v súbore ddbtableentry.h.
5.2.3 Správa sieťových spojení
Server udržuje stále TCP spojenia s pripojenými klientskými aplikáciami. Sieťový pod-
systém reprezentuje trieda DNetwork, ktorá vytvára TCP soket očakávajúci spojenia od
klientov. Čakanie na spojenie je vo frameworku Qt neblokujúce, takže po nastavení para-
metrov soketu sa vracia aplikácia do hlavnej slučky. Príchodzie sieťové spojenia sú sieťo-
vým podsystémom distribuované na spracovanie pracovným vláknam, inštanciám triedy
DNetworkThread. Sieťový podsystém má pevne určený počet týchto vlákien a spracovanie
spojenia predá tomu najmenej vyťaženému. Samotné spojenie s klientom je reprezentované
objektom triedy DClientConnection, ktorá spravuje soket tohto spojenia.
Správy komunikačného protokolu sú reprezentované triedou DDataFrame. Pri vytváraní
inštancie objektu tejto triedy sa mu predá typ správy a naplnia sa podľa neho príslušné
atribúty. Trieda poskytuje metódu, ktorá podľa typu správy vyberie potrebné atribúty,
nastavené v predošlom kroku, a prevedie ich do bajtovej podoby vhodnej na odoslanie po
sieti objektom triedy DClientConnection. Objekty triedy DDataFrame slúžia aj na spätné
nastavenie atribútov z dát prijatých zo siete.
Sieťový podsystém sa stará aj o autentizáciu užívateľov pripájaných prostredníctvom
klientov. Nové spojenie je po vytvorení vedené ako neautentizované. Po prijatí a overení
prihlasovacích údajov sa toto spojenie zviaže s identifikátorom užívateľa. Následne je zo
siete predaná informácia do podsystému zdieľania zariadení o novom užívateľovi, aby sa
užívateľovi mohli kontrolovať aktívne rezervácie. Pri nesprávnych prihlasovacích údajov sa
spojenie ukončí.
5.2.4 Správa zdieľaných zariadení
Podsystém zdieľania zariadení reflektuje štruktúru z návrhu a je reprezentovaný ako glo-
bálna inštancia triedy DShareManager. Tento podsystém eviduje prihlásených užívateľov
a ich aktuálne spustené zariadenia pomocou inštancie triedy DClientManager. Správy o
prihlásení užívateľa posiela sieťový podsystém, na ktoré sa reaguje vytvorením nového zá-
znamu o užívateľovi tomto objekte. O spúšťanie a ukončenie vzdialeného prístupu k zari-
adenia sa stará objekt triedy DDeviceManger. Tento objekt obsahuje konkrétne inštancie
triedy DAbstractExecutor pre každý typ súčasti, ktorú je možné zdieľať. V časti venovanej
návrhu sú tieto triedy pomenované ako spúšťače zariadení.
Objekt podsystému zdieľania zariadení je napojený na udalosti od časovača serveru,
ktorý generuje udalosť vypršania každú minútu. Reakciou správcu zdieľania je kontrola
času ukončenia rezervácii pre spustené zariadenia, ako aj pre sprístupnenie rezervácií, ktoré
v danom okamihu nadobudnú platnosť. Kontrola nových rezervácií sa uskutočňuje len pre
aktuálne prihlásených užívateľov. Pre zachovanie plynulej odozvy serveru sa na kontrolu
rezervácií spúšťa pracovné vlákno, ktoré je typu DActionThread, pre každého prihláseného
užívateľa. O ukončení, alebo spustení nového zariadenia je informovaný správca zariadení.
Pri ukončení činnosti zariadenia informuje všetky inštancie potomkov triedy DAbstrac-
tExecutor, aby ukončili zdieľanie všetkých súčastí patriacich pod zadané zariadenie. V prí-
pade zdieľania nového zariadenia, správca zariadení priradí každú jeho súčasť, podľa jej
typu, príslušnej implementácii triedy DAbstractExecutor. Súčasne je o prístupnosti nového
zariadenia informovaný aj klient cez sieťový podsystém.
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Keďže interná implementácia spúšťača je závislá od typu súčasti, môže spustenie rôz-
nych typov súčastí trvať rozdielne dlho. Preto sa zvolil asynchrónny prístup informovania o
spustení súčasti. To znamená, že keď správca zariadení predá spúšťaču povel na sprístupne-
nie súčasti, nemusí čakať na jej spustenie, ale môže pokračuje vo vykonávaní ďalšieho kódu.
To či sa na spustenie súčasti bude čakať, alebo nie, závisí od implementácie metódy Execu-
tePart konkrétneho spúšťača, ktorá môže byť blokujúca, alebo neblokujúca v závislosti od
použitej knižnice. O úspešnom spustení, prípadne chybe, je správca zariadení informovaný
pomocou signálu frameworku Qt a predá túto informáciu ďalším častiam, ktoré o stave
spustenia súčasti informujú aj klienta.
5.2.5 Zdieľanie sériových zariadení
Na implementáciu prenosu sériovej komunikácie zo zariadenia do siete a späť spadalo do
úvahy použiť nástroje VSPE a projekt com0com. Každý z týchto nástrojov má svoje výhody
a nevýhody. Nakoniec bol vybraný nástroj VSPE, keďže ponúkal prostriedky integrácie na
úrovni programovej knižnice a jeho používanie nevyžaduje administrátorské práva. Ďalším
dôvodom k výberu bolo, že túto knižnicu je možné využiť aj na strane klienta.
Sprístupnenie sériového portu cez sieť zabezpečuje trieda DSerialExecutor. Pomocou
nástrojov VSPE, konkrétne zariadenia TcpServer, sa vytvorí server, ktorý očakáva spojenie
so siete a jeho dáta presmeruje do určeného sériového portu a opačne dáta zo sériového portu
posiela cez vytvorené spojenie do siete. Súbežnosť vytvorených spojení pre viac sériových
portov si knižnica ošetruje sama bez nutnosti ďalšieho zásahu.
Pri použití tejto knižnice sa však vyskytlo niekoľko problémov. Pri vytvorení, zariadenia
TcpServer, ktorý očakáva sieťové spojenia, toto zariadenie hneď otvorí určený sériový port,
aj keď ešte nebolo nadviazané spojenie zo vzdialenej strany, čím sa začnú čítať dáta zo zari-
adenia, ktoré sa bez nadviazaného spojenia zahodia. Táto vlastnosť môže byť neprijateľná
u zariadení, ktoré požadujú inicializačnú komunikáciu so svojou riadiacou aplikáciou hneď
po otvorení. Taktiež knižnica VSPE nepodporuje prenos sériovej komunikácie cez rozšírenie
protokolu Telnet RFC 2217, čo obmedzuje interakciu s ďalšími systémami. Na odstránenie
týchto nedostatkov som skúsil použiť na strane servera aplikáciu hub4com, ktorá podporuje
rozšírenie RFC 2217 a tiež sériový port otvára až po nadviazaní spojenia zo strany klienta.
Táto aplikácia však nespolupracovala s virtuálnymi sériovými portami a TCP spojeniami
vytvorenými knižnicou VSPE na strane klienta.
Ako ďalší problém pri práci s knižnicou VSPE je, že zariadenie TcpServer umožňuje
pripojenie viacerých klientov súčasne a tento počet sa nedá pri vytváraní tohto zariadenia
obmedziť. Dôsledkom je, že ten kto sa dozvie číslo portu zariadenia TcpServer, sa na neho
môže pomocou ďalších prostriedkov pripojiť (napríklad pomocou samotnej aplikácie VSPE)
bez nutnosti spustenia klientskej aplikácie, či vlastníctva rezervácie pre dané zariadenie.
5.2.6 Zdieľanie vstupných audio zariadení
Zdieľanie tohto typu zariadení je riešené s využitím protokolu RTP, ktorý dáta z týchto
zariadení, čítaných v reálnom čase, posiela na IP adresu klienta. Táto IP adresa sa zistí zo
sieťového spojenia, ktoré je udržiavané pre prihlásených klientov. Na implementáciu čítania
zvukových vzoriek zo zariadenia a samotný prenos protokolom RTP bola použitá knižnica
Live555. Dôvodom tohto výberu bolo, že knižnica už obsahovala triedy na čítanie dát zo
vstupných zvukových zariadení, ktoré zapadajú do modelu knižnice (Kap. 3.6.2).
Spúšťanie RTP prúdov so zvukovými dátami má na starosti trieda DAudioInputExecu-
tor. Jednotlivé prúdy sú spúšťané vo vláknach, ktorých činnosť implementuje trieda DStre-
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amThread. V tomto vlákne je spustená pracovná slučka knižnice Live555, ktorá zabezpečuje
čítanie zvukových vzoriek zo zdroja, v našom prípade zo vstupného zvukového zariadenia,
a balí ich do RTP paketu, ktorý odosiela cez sieť. Sieťové pripojenie RTP prúdu je nezávislé
od pripojení spravovaných sieťovým podsystémom. Jedna pracovná slučka môže obsluhovať
súčasne viac prúdov, a preto je jednému vláknu pridelená kapacita, odhadom zvolená na
10 prúdov. Po vyčerpaní kapacity jedného vlákna sa spustí nové vlákno s novou pracovnou
slučkou knižnice Live555. Pre každý prúd musia byť vyhradené dva sieťové porty, jeden pre
samotný protokol RTP a druhý pre jeho riadiacu časť RTCP. Na prideľovanie portov slúži
jednoduchý správca DPortManager, ktorý zo zvoleného intervalu vyberá aktuálne voľné
dvojice portov, a pri ukončení prúdu dané dvojice opäť označí za voľné.
Čítanie vzoriek zo vstupného zvukového zariadenia zabezpečuje trieda knižnice Live555
WindowsAudioInputDevice, ktorá potrebuje jeho číselný identifikátor. Zoznam dostupných
vstupných zvukových zariadení spolu s ich identifikátormi pre túto triedu je možné získať
konzolovou aplikáciou showAudioInputPorts noMixer (Obr. 5.2), ktorá bola dodaná ako
príklad použitia triedy WindowsAudioInputDevice v balíku knižnice. Tento identifikátor sa
zadáva cez webové rozhranie pri vytvárani súčasti vstupného zvukového zariadenia.
Obrázok 5.2: Zoznam zvukových vstupov v systéme s číselným identifikátorom
5.2.7 Konfigurácia a systémové logy
Server pred spustením číta parametre pre jednotlivé podsystémy z konfiguračného súboru.
Konfiguračný súbor je v jednoduchom formáte INI, keďže obsahuje len niekoľko položiek bez
zložitej štruktúry. Konfiguračný súbor je možné explicitne určiť parametrami príkazového
riadku pri spustení servera, alebo sa použije predvolený dip server.conf, ktorý sa automa-
tický vytvorí v priečinku so spustiteľným súborom. V konfiguračnom súbore sa špecifikujú
tieto atribúty:
• sieťový port serverovej aplikácie
• sieťový port a koreňový priečinok pre integrovaný webový server
• rozsahy sieťových portov prideľovaných pre sériové a zvukové zariadenia
• súbor pre logy a ich hustota
• databázový súbor
Spracovanie konfiguračných súborov má na starosti trieda DServerConfig, ktorá je im-
plementovaná s využitím externého parsera inih [8]. Tento parser je implementovaný len v
jednom zdrojovom súbore, a preto je kompilovaný spolu s celou aplikáciou.
Systém pre protokolovanie alebo logovanie udalostí serveru je implementovaný v triedie
DLog. Logy je možné zaznamenávať v 3 úrovniach podrobnosti, kde sú zaznamenané len
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tie udalosti, ktoré sú na rovnakej alebo na nižšej úrovni ako je zvolená úroveň. Požadovaná
úroveň sa volí pri štarte serveru a počas behu ju nie je možné meniť. Inštancia tejto triedy
je globálna a preto možno zaznamenávať udalostí zo všetkých podsystémov. Zaznamená-
vaným udalostiam je možné určiť aj ich zdroj. Definované sú zdroje udalosti od webového
podsystému, sieťového podsystému, z podsystému zdieľania zariadení a všeobecný zdroj,
ktorý sa využíva ostatných prípadoch.
Záznam v protokole sa skladá zo štyroch častí. Prvou časťou je dátum a čas udalosti,
ďalej nasleduje úroveň udalosti a jej zdroj. Nakoniec nasleduje ľubovoľný textový popis,
ktorý popisuje príčiny udalosti. Príklad záznamu v protokole:
[14.05.2011 21:19:20] LOW | GENERAL | START SERVERU
5.3 Implementácia klienta
Klient systému je aplikácia s jednoduchým grafickým rozhraním, ktorá ma za úlohu sprístup-
niť aplikáciám na klientskom počítači dáta zo vzdialených zariadení. Pri spustení aplikácie
sa zobrazí okno na zadanie prihlasovacích údajov. Po úspešnom prihlásení sa otvorí hlavné
okno aplikácie (Obr. 5.3), ktoré je rozdelené na dve časti. V hornej polovici okna sú zobra-
zené informácie o aktuálnej relácii so serverom. V dolnej polovici sú v stromovej hierarchii
zobrazené informácie o aktuálne dostupných zariadeniach.
Pre zariadenie je dôležitý údaj o dobe rezervácie, počas ktorej bude klientovi dostupné.
Súčasti zariadenia sú zobrazené ako jeho potomkovia v zobrazovacom strome. Typ súčasti
je určený zobrazenou ikonou. K súčasti sú zobrazené parametre, s akými bola spustená
na strane servera. Spolu s týmito údajmi sú k dispozícii informácie, pomocou ktorých si
užívateľ sprístupní dáta zo zariadenia na svojom systéme. Pre vstupné audio zariadenie je
to sieťové rozhranie a sieťový port, na ktorom je prístupný prúd protokolu RTP s dátami.
Pre sériové zariadenie sa zobrazí virtuálny sériový port, ktorý môžu otvoriť aplikácie na
klientskom systéme, a tak pracovať so zariadením.
Obrázok 5.3: Hlavné okno klientskej aplikácie
Užívateľ je o dostupnosti nového zariadenia notifikovaný pomocou vyskakovacích bublín
zo systémového panelu grafického prostredia operačného systému (Obr. 5.4). Tieto notifi-
kácie sú zobrazované aj tesne (nastavené na 2 minúty) pred koncom platnosti rezervácie,
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aby si užívateľ mohol napríklad bezpečne uložiť prácu. V stavovom riadku aplikácie je zob-
razený serverový čas, ktorý môže byť všeobecne odlišný od toho na klientovi. Tento čas
sa aktualizuje s využitím časovača na klientovi synchrónne so zmenou času na klientských
hodinách.
Obrázok 5.4: Vyskakovacie správy pri udalostiach
O správu spustených zariadení sa na klientskej strane stará objekt triedy DActiveMa-
nager, ktorý je riadený hlavným oknom aplikácie. Tento objekt udržuje informácie o stave
aktívnych zariadení, a pri ich zmene notifikuje hlavné okno pomocou Qt signálu. Samotný
správca získava informácie o nových zariadeniach alebo o zmene ich stavu zo siete.
5.3.1 Sprístupnenie zariadení na klientovi
Pre sprístupnenie dát zo vzdialeného zvukového zariadenia aplikácia nemusí vykonávať
žiadne akcie, len oznámi užívateľovi, na akom sieťovom rozhraní a na akom porte si užívateľ
môže vyzdvihnúť RTP prúd zo servera. Tento prúd si užívateľ môže otvoriť ľubovoľnou
aplikáciou, ktorá vie s RTP prúdmi pracovať.
Vytváranie virtuálnych sériových portov je záležitosť závislá od operačného systému
a preto ju bolo potrebné implementovať pre každý podporovaný operačný systém zvlášť.
Operácie potrebné pre vytváranie virtuálnych portov sú jednotne deklarované v hlavičko-
vom súbore dvirtualserialport.h. Prostriedkami podmieneného prekladu sa v závislosti od
cieľovej platformy zvolí zdrojový súbor, ktorý definuje tieto operácie pre konkrétny systém.
Ostatný kód aplikácie takto môže s objektom virtuálneho portu pracovať jednotne a nie je
ho potreba meniť v závislosti od cieľovej platformy.
dvirtualserialport.h
dvirtualserialport_win.cppdvirtualserialport_lx.cpp
Obrázok 5.5: Rozhranie pre implementáciu virtuálnych portov pod rôznymi platformami
Pre operačný systém Windows boli operácie tohto objektu definované pomocou knižnice
VSPE, rovnakej ako na strane servera. Virtuálny sérový port je reprezentovaný VSPE
zariadením Connector, a sieťové prepojenie tohto portu so serverom zabezpečuje zariadenie
TcpClient. Pre každú súčasť zariadenia typu sériový port sa vytvorí samostatná dvojica
týchto VSPE zariadení. Číslo sieťového portu pre zariadenie TcpClient, na ktorom server
očakáva spojenie pre určený fyzický sériový port, sa klientovi predá cez sieť komunikačným
protokolom po aktivácii sériového portu na strane servera.
Riešenie pomocou knižnice VSPE na strane klienta nie je ideálne. Problémy nastávajú
pri recyklácii vytvorených sériových portov. V prípade, že po vypršaní času rezervácie má
stále užívateľ otvorený virtuálny port aplikáciou, nedôjde k uvoľneniu jeho prostriedkov
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a bude blokovaný pre ďalšie použitie až do ukončenia aplikácie, ktorá ho má otvorený a
reštartu klientskej aplikácie. Tento problém by nenastal, keby knižnica poskytovala me-
chanizmus na oznamovanie otvorenia a uzavretia portu aplikáciou. K prenosu dát medzi
servervom a klientom však už nedochádza, lebo zariadenie TcpClient sa korektne uvoľní bez
ohľadu na stav virtuálneho portu.
Alternatívnym riešením pre systém Windows by bolo použiť aplikáciu Null-modem emu-
lator projektu com0com, avšak pri vytvorení každého virtuálneho sériového portu je po-
trebné prejsť sprievodcom pridania nového zariadenia. Ešte väčšie obmedzenie však je, že
na spustenie aplikácie com0com je potrebné mať práva administrátora v systéme. V tomto
prípade by sa úpravám nevyhla ani aplikácia servera, ktorá by tiež musela prejsť na aplikácie
projektu com0com.
Implementácia pre Linux je založená na využití pseudo terminálov. Pre každý zdieľaný
port je na klientskej strane vytvorený pár tvoriaci pseudo terminál. Aplikácia klienta otvorí
riadiacu stranu páru, do ktorej zapisuje dáta zo vzdialeného zariadenia prijaté cez sieť.
Tieto dáta sa objavia ako vstup na podriadenej strane páru, ktorý má otvorený sériová
aplikácia. Preposielanie dát zo siete do pseudo terminálu a naopak je implementované v
triede DSerialToNetThrd. Trieda definuje činnosť vlákna, ktoré sa periodicky dotazuje na
dostupnosť dát zo siete alebo zo pseudo terminálu a prípadný výskyt dát presmeruje na
protiľahlú stranu. Pre každý zdieľaný sériový port sa vytvorí inštancia tejto triedy. Táto
trieda vytvára aj spomínané sieťové pripojenie, ktoré je alternatívou pre zariadenie TcpC-
lient knižnice VSPE. Dáta zo zariadenia sú priamo zabalené do TCP paketu bez pridania
dodatočných informácií.
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Kapitola 6
Dosiahnuté výsledky a zhodnotenie
V tejto kapitole je popísané nasadenie systému do cieľového prostredia, spolu s typickými
scenármi jeho použitia. Ďalšia časť kapitoly ponúka námety na rozšírenie aplikácie do bud-
úcnosti a možnosti odstránenia jej nedostatkov.
6.1 Nasadenie systému
Pod operačným systémom Windows je serverovú a klientskú časť systému potrebné distri-
buovať so všetkými dynamickými knižnicami v adresári so spustiteľným súborom. Okrem
dynamických knižníc sú v potrebné v domovských priečinkoch aplikácií aj súbory, ktoré
potrebuje knižnica VSPE pre spustenie a vytváranie virtuálnych zariadení. Knižnica VSPE
potrebuje mať k dispozícii v adresári so spustiteľným súborom aj súbor s licenčným číslom
vspe key.txt, ktoré je nutné pre aktiváciu knižnice pri každom spustení aplikácie. Kvôli
knižnici VSPE nie je možné mať súčasne spustenú klientskú a aj serverovú časť na jednom
operačnom systéme. Pri spustení ďalšej aplikácie, ktorá využíva túto knižnicu, dôjde k zly-
haniu jej inicializácie. Dôvodom môže byť fakt, že knižnica využíva služby ovládača jadra
operačného systému pre vytváranie virtuálnych sériových portov, ktorý môže byť využívaný
len jednou aplikáciou v čase.
Zdrojové kódy klientskej časti systému je možné preniesť aj na operačný systém Linux
a tam preložiť bez nutnosti úprav v zdrojovom kóde. Okrem frameworku Qt nepoužíva
klientská aplikácia pre Linux žiadne ďalšie externé knižnice (knižnica sa VSPE sa používa
len pod OS Windows).
Pri preklade aplikácií zo zdrojových súborov je ako prvé potrebné vygenerovať Makefile
pomocou príkazu qmake volaného z priečinka so zdrojovými kódmi pre každú aplikáciu
zvlásť. Samotný preklad a zostavenie aplikácie prebehne po zadaní príkazu make. Názvy
spustiteľných súborov sú dip server a dip client.
6.2 Typické použitie systému
Administrátor pracuje so systémom len prostredníctvom webového rozhrania, kde má za
úlohu spravovať užívateľské účty a vytváranie zariadení. K týmto akciám sa dostane cez
položky hlavného menu Užívatelia a Zariadenia. Po vytvorení zariadenia je mu potrebné
priradiť súčasti (Obr. 6.1). Nie je obmedzené, že tieto súčasti musia byť súčasťou jedného
fyzického zariadenia, do úvahy sa berú logické zariadenia rozpoznané operačným systé-
mom. Systém nemá ako kontrolovať správnosť nastavenia súčastí, a teda za ich korektnosť
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nesie zodpovednosť administrátor alebo správca zariadenia. Akciu pridávania súčastí majú
oprávnení užívatelia prístupnú v detaile zariadenia.
Obrázok 6.1: Vytvorenie novej súčasti
Po vytvorení potrebných zariadení a účtov používateľov v systéme, je potrebné užíva-
teľom prideliť práva na používanie vybraných zariadení. Od tohto okamihu si môže bežný
užívateľ po prihlásení do systému rezervovať zariadenia na použitie. Užívateľ vidí budúce
rezervácie od iných užívateľov (Obr. 6.2). Položka menu pre prideľovanie práv a rezerváciu
zariadenia je pre oprávnených užívateľov taktiež dostupná z detailu vybraného zariadenia.
Po vybraní dátumu, času a doby trvania rezervácie môže klient opustiť webové rozhranie.
Cez hlavné menu webového rozhrania je pre užívateľov prístupné položka História re-
zervácií (Obr. 6.3), kde si môžu užívatelia prezrieť všetky ich rezervácie pre zariadenia, na
ktoré mali práva. Každý užívateľ si môže zmeniť svoje osobné údaje, vrátane hesla do sys-
tému, cez položku menu Môj profil. Úpravy ostatných položiek v systéme, ktoré môžu byť
závislé od práv užívateľa, sú dostupné cez ikonu ceruzky, alebo v závislosti na zobrazenej
stránke, aj cez sekundárne menu.
V čase rezervácie si užívateľ pre sprístupnenie vzdialeného zariadenia musí spustiť kli-
entskú aplikáciu, cez ktorú sa prihlási do systému. V prípade dostupných rezervácií je
užívateľ informovaný o aktívnych zariadeniach a parametroch ich súčastí. Od tejto chvíle si
môže so vzdialenými zariadeniami pracovať. Pred ukončením platnosti rezervácie, aplikácia
upozorní užívateľa na tento okamih, aby stihol korektne ukončiť svoju prácu.
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Obrázok 6.2: Rezervácia zariadenia cez webové rozhranie
Obrázok 6.3: História rezervácií
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Obrázok 6.4: Vytvorenie nového užívateľa
6.3 Námety na vylepšenia do budúcnosti
Systém, ako serverová, tak aj klientská časť, obsahuje niekoľko nedostatkov a obmedzení,
ktoré zabraňujú plnohodnotnému využitiu systému, ktoré je popísané v špecifikácií. Zá-
sadným problémom je malá dostupnosť kvalitných, voľne šíriteľných nástrojov pre prenos
sériovej komunikácie a s tým súvisiacim vytváraním virtuálnych sériových portov. Ďalšou
komplikáciou v tomto smere je, že táto časť systému je platformovo závislá a nájsť pro-
striedky pre požadované platformy, ktoré by boli spolu kompatibilné je úloha náročná.
Možným riešením by bolo použiť komerčné nástroje typu [28] alebo [25], ktoré taktiež pon-
úkajú programové rozhranie na integráciu do iných aplikácii, ktoré je však lepšie zvládnuté
ako u knižnice VSPE. Náročnejšie riešenie by bolo implementovať podobné programové roz-
hranie, vrátane ovládačov pre virtuálne zariadenia, od začiatku napríklad v rámci ďalších
projektov.
Na klientskej strane by bolo vhodnejšie sprístupniť audio prúd cez virtuálne zariadenie
zvukovej karty, čo by umožňovalo prístup k audio dátam aj aplikáciam, ktoré nevedia
prijímať RTP prúd zo siete. Keďže implementácia virtuálneho zvukového zariadenia by
bola veľmi náročná, ponúka sa na tento účel využiť rozhranie pre prepojenie audio aplikácií
JACK. Klientská aplikácia by napríklad mohla implementovať prijímaciu stranu RTP prúdu
a pre každý tento prúd sprístupniť JACK slot, ktorý by si mohla otvoriť ďalšia aplikácia
podporujúca JACK rozhranie.
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Kapitola 7
Záver
Cieľom práce bolo navrhnúť a vytvoriť systém, ktorý umožňuje vzdialenú prácu so za-
riadeniami sériového portu a vstupnými zvukovými zariadeniami. Systém má podporovať
prideľovanie práv pre užívateľov používať zariadenia, a tiež možnosť si zariadenie rezervovať
na zvolenú dobu pre výlučné použitie.
Prvým krokom bolo preskúmať trh s aplikáciami, ktoré ponúkajú funkcie vzdialeného
prístupu k rôznym zariadeniam. Z prieskumu vyšlo, že je dostupných niekoľko aplikácií,
prevažne platených, ktoré umožňujú vzdialenú prácu so zariadeniami sériového portu, alebo
USB zariadeniami, bez ohľadu na ich činnosť. V priemysle sú populárne aj hardvérové
riešenia, napríklad pre riadenie výrobných liniek, ktoré pripájajú sériové zariadenia priamo
do počítačovej siete. Medzi dostupnými aplikáciami sa skúmala ich integrovateľnosť do
ďalších systémov. Väčšina aplikácií bola pevne spojená s grafickým užívateľským rozhraním,
čo ich integráciu znemožňovalo. Niektoré aplikácie však ponúkali programové knižnice, ktoré
sprístupňovali všetky funkcie pôvodnej aplikácie na využitie ďalším aplikáciám.
Pre implementáciu zdieľania sériových zariadení bola vybraná knižnica VSPE, ktorá
sa použila na serverovej aj klientskej strane systému pod operačným systémom Windows.
Pre klientskú aplikáciu pod operačným systémom Linux je sprístupnenie sériových dát im-
plementované pomocou pseudo terminálov. Je vytvorené rozhranie, ktoré abstrahuje plat-
formovo závislé operácie s virtuálnymi portami a je teda možné jeho funkcionalitu doim-
plementovať aj pre ďalšie systémy bez nutnosti zmien v ďalšom kóde klientskej aplikácie.
Na prenos dát zo zvukových zariadení bol zvolený protokol RTP prostredníctvom knižnice
Live555. Serverová aplikácia poskytuje jednoduché webové rozhranie pre správu užívateľov
a zariadení, či ich rezerváciu na použitie. Pre uchovávanie perzistentných informácii bol
použitý systém SQLite. Webové rozhranie, ako aj databáza, sú priamou súčasťou aplikácie,
a preto nie je potrebné so systémom inštalovať ďalšie nástroje ako webový, či databázový
server.
Jadro systému, mechanizmus spúšťania jednotlivých súčastí zariadenia, rezervačný a
autorizačný podsystém, funguje dobre, avšak pre reálne nasadenie do prevádzky by bolo
vhodnejšie, najmä pre sériový port, využiť kvalitnejšie nástroje, ktoré ponúkajú väčšinou
komerčné aplikácie.
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Příloha A
Obsah CD
Priložené CD obsahuje:
• technickú správu so zdrojovými súbormi
• zdrojové kódy aplikácií servera a klienta s potrebnými knižnicami
• kompiláty servera a klienta pre systém Windows pre okamžité spustenie
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