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Resumen 
 El presente artículo busca analizar la relación entre el concepto/principio de “Neutralidad de la Red”, 
entendido como la libre circulación de datos e información sin discriminación o intercepción alguna y los 
Estados Nacionales dentro del proceso de constitución y desenvolvimiento del actual Capitalismo 
Informacional o Cognitivo. 
Se tiene en consideración que la Neutralidad de la Red no representa únicamente un concepto técnico, sino un 
campo de batalla económico, social, político e ideológico entre entre Estados, Empresas y usuarios. Para ello, 
además de realizar un análisis de las implicancias del concepto/principio, se recorre y analiza la postura, 
legislación y accionar del Estado respecto a la neutralidad de la red en Argentina, Brasil y Chile. 
La relevancia de la ponencia está en analizar el rol y el papel de los Estados Nación en la actual coyuntura 
capitalista, donde el aumento exponencial de la penetración de las tecnologías digitales representa nuevos 
desafíos y potencialidades. 
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1. Introducción 
En la década de 1970 se comienzan a vislumbrar diversos cambios político-económico-sociales 
en las distintas sociedades contemporáneas. 
El desarrollo global de la tecnología y su penetración en las  esferas de la vida social trae 
aparejado el surgimiento de un nuevo modo de producir capitalistamente, lo que diversas corrientes 
del pensamiento han llamado “capitalismo informacional” (Castells, 2001) y otras “capitalismo 
cognitivo” (Boutang, 2004; Rullani, 2004) que comprende un cambio en el modo de desarrollo 
(Castells, 1995) dentro del capitalismo al pasar a ser el conocimiento/información el principal insumo 
de la producción de bienes por sobre la materia y energía lo que conlleva a diversos sectores a 
replantear las legislaciones y estrategias de acumulación vigentes. 
Dentro de estos procesos, la información materializada en bits (Cafassi, 1998) implica la 
construcción y desarrollo de una estructura de transporte que le permita desplazarse de modo 
seguro y veloz a todos los puntos del planeta, la cuál ha ido creciendo en tamaño y efectividad de 
transporte desde su planteo como una forma de comunicación descentralizada ante posibles ataques 
soviéticos en EEUU. Conforme la llamada “red de redes”, Internet, ha ido penetrando en las diversas 
estructuras productivas nacionales y en la vida cotidiana y se ha vuelto un factor fundamental en el 
nuevo paradigma capitalista informacional/cognitivo, se han erigido diversos niveles (Zukerfeld, 
2014) que permiten el funcionamiento de su estructura y el transporte de información, las cuáles 
crecen en tamaño y complejidad constantemente. 
En una sociedad donde el conocimiento e información se han convertido en el principal insumo 
productivo y social (Lash, 2007), diversos intereses, prácticas y luchas son creados y puestos en juego 
en torno a su transporte, propiedad, creación, copia, legislación, accesibilidad y descarga. 
El presente artículo tiene como objetivo analizar la relación entre el principio de “Neutralidad de 
la Red” y los Estados Nacionales dentro del proceso de constitución y desenvolvimiento del actual 
Capitalismo. Para ello, además de realizar un análisis de las implicancias del concepto, se recorre y 
analiza la postura y el accionar del Estado respecto a la neutralidad de la red en Argentina, Brasil y 
Chile, teniendo en especial consideración los efectos y consecuencias generados por la acción u 
omisión del principio, tanto en las problemáticas respectivas a lo comercial, a la inclusión digital 
como a la vigilancia y el control. 
Para ello nuestra metodología consta de: 
a) Se analiza el contexto de surgimiento de la problemática atendiendo a los cambios 
socio-político-económicos surgidos desde la década del 70. 
b) Se describe la arquitectura de Internet para comprender la estructura del tránsito de 
los datos, los procesos y actores involucrados. 
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c) Se realiza un recorrido sobre el surgimiento, consolidación y diversas implicancias del 
concepto/principio técnico de Neutralidad de la Red atendiendo a su definición y 
consecuencias derivadas. 
d) Se profundiza tanto en su problemática económica como la respectiva al control y 
vigilancia. 
e) Se analiza el rol del Estado en esta problemática, centrando el análisis en Chile, 
Argentina y Brasil a través del análisis de sus marcos regulatorios sobre la Neutralidad de la 
Red. 
f)  Se recorre brevemente los proyectos Free Basics y Proyecto Loon para comprender 
nuevos desafíos en la problemática. 
2. Contexto de posibilidad: Capitalismo informacional/cognitivo 
Desde la década de 1970 se empiezan a entrever profundos cambios en el modo de producción 
capitalista, donde la revolución de la tecnología de la información ha sido fundamental para llevar a 
cabo un proceso de reestructuración del sistema capitalista signado por los cambios en su modo de 
desarrollo, los cuales 
“son los dispositivos tecnológicos mediante los cuales el trabajo actúa sobre la materia para 
generar el producto, determinando en definitiva la cuantía y calidad del excedente. Cada modo 
de desarrollo se define por el elemento que es fundamental para fomentar la productividad en 
el proceso de producción” (Castells, 1995, p. 32). 
El modo de desarrollo penetra el conjunto de estructuras, instituciones y relaciones sociales, 
permeándolas. 
Este, define su cambio al producir un nuevo tipo de mercancías, los llamados Bienes 
Informacionales que son 
“Bienes obtenidos en procesos cuya función de producción está signada por un importante 
peso relativo de los gastos (en capital o trabajo). En todos los casos se trata de bienes en cuya 
producción los costos de las materias y de la energía son despreciables frente a los de los 
conocimientos involucrados.” (Zukerfeld, 2010, p. 3).  
 Esto no elimina la producción de bienes industriales sino que ésta queda relegada o subsumida 
ante la nueva producción informacional. 
 Los Bienes informacionales primarios (Zukerfeld, 2010) compuestos puramente de información 
digital, tienen su materialidad en los Bits que los componen. Siguiendo el planteo de Cafassi (1998) 
no solamente los BI tienen materialidad, sino que cuentan con una característica particular que pone 
en jaque el sistema de valorización tradicional capitalista dado que los bits son fácilmente replicables 
sin pérdida de calidad o contenido con un costo tendiente a 0, lo que modifica de modo radical la 
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tradicional valorización capitalista al ya no poder obtener un valor de cambio por cada réplica de 
producto producido (como era el caso de la producción en serie industrial). 
Por lo tanto, se emplean una multiplicidad de estrategias para volver redituables estos bienes 
fácilmente replicables y así asegurar su valoración y la obtención de ganancia. 
Siguiendo a Rullani (2004): 
“El valor de cambio del conocimiento está entonces enteramente ligado a la capacidad 
práctica de limitar su difusión libre, es decir, de limitar con medios jurídicos —patentes, 
derechos de autor, licencias, contratos—la posibilidad de copiar, de imitar, de «reinventar», de 
aprender conocimientos de otros. En otros términos: el valor del conocimiento no es el fruto 
de su escasez —natural—, sino que se desprende únicamente de limitaciones estables, 
institucionalmente o de hecho, del acceso al conocimiento” (Rullani, 2004, p. 4). 
Es decir, que el valor del conocimiento y por ende de los BI estará atado a una serie de 
restricciones artificiales que limiten su difusión o asignen valor a su replicabilidad. 
3. ¿Por donde viajan los BITS? Una breve mirada sobre la infraestructura 
Como podemos apreciar, la información y el conocimiento materializado en BITS cumplen un 
papel fundamental en la producción y organización del capitalismo actual. 
Pero ¿por donde circulan estos BITS? ¿Cómo llegan a cada dispositivo digital, a cada teléfono 
móvil, a cada empresa, al Estado? ¿Quién nos permite y brinda el acceso a los diversos contenidos y 
páginas Web?  Siguiendo a Zukerfeld (2014) podemos apreciar que la estructura de Internet está 
compuesta actualmente por 5 niveles: infraestructura, hardware, software, contenidos y red social. 
Siguiendo a Cortes Castillo (2013), dentro de las capas de la Red encontramos el método que 
emplea Internet para transmitir los datos, conocido como la ‘conmutación de paquetes de datos’ o 
packet switching. Siguiendo al autor,  
“implica que todos los datos –sin importar su contenido o características– se parcelan en el 
punto de origen y se transmiten por la red en cualquier orden y por rutas distintas hasta llegar 
al destino final. Solo allí se rearman en su estado original y se vuelven asequibles para el 
usuario.” (Cortes Castillo, 2013, p. 6). 
Cada vez que un usuario realiza una acción en Internet a través de un dispositivo digital, esta 
sale de su dispositivo, pasa por un ISP (1), viaja en miles de fracciones a través de la red de 
infraestructura hasta el servidor destino. Según la acción ejecutada, el servidor destino genera una 
respuesta, la cuál puede volver al usuario original o ser retransmitida a otro/s usuario/s según cuál 
sea la acción deseada. Se destaca de este modo el importante papel que cumplen los prestadores del 
servicio de Internet y los servidores destinos en el proceso de circulación de los datos y BITS. 
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Si bien los BITS viajan por la capa de la infraestructura, podemos apreciar como el proceso de 
transferencia de información de un emisor a un receptor implica atravesar todas las capas descritas 
anteriormente. 
4. ¿Neutralidad de la Red? 
Si bien diversos autores discrepan en el origen o el surgimiento de este concepto/principio, lo 
que queda en claro es que la neutralidad de la red es un principio técnico que establece que todos 
los contenidos que circulan por Internet deben recibir tratos igualitarios, manteniéndose las redes 
abiertas a la libre circulación de información, la cuál no debe discriminarse según origen, uso o 
aplicación, limitándose los prestadores del servicio a garantizar el acceso y la conexión entre los 
usuarios y no establecer restricciones sobre los contenidos que circulan.(Wu, 2003). 
Es decir, que la neutralidad de la red es un principio que busca garantizar la circulación continua 
y fluida de  BITS entre los diversos usuarios y servidores destino mediadores sin que haya diversos 
obstáculos o intervenciones en su camino (2). 
Siguiendo a Miranda y Carboni (2011): 
“El término neutralidad de la red tiene sus orígenes en el Informe Bangemann realizado por los 
países de la Unión Europea a comienzos de la década del 90. El mismo planteaba regular las 
redes en pos de garantizar interconexión e interoperabilidad bajo las premisas de la nueva 
economía basada en las políticas de liberalización del mercado para promover la competencia 
y la inversión privada. Por su parte, Estados Unidos analizó dicho informe y elaboró el suyo 
propio conocido como Green Paper que introduce el concepto de neutralidad de la red para 
aludir a la relación entre la arquitectura de las redes y su marco regulatorio.” (Miranda y 
Carboni, 2011,p. 6). 
Debemos tener en cuenta que este primer planteamiento se realizó pocos años después de la 
caída del Muro de Berlín en plena configuración del neoliberalismo y del nuevo sistema de negocios 
del capitalismo informacional o cognitivo. Bajo esos procesos, la necesidad de una red confiable y 
veloz para el intercambio de información  era de suma importancia, principalmente por la escasa 
penetración de Internet en la población mundial en aquella época. 
Cabe destacar que el término volvió a ser planteado en la conferencia del G8 en 1994, los foros 
de la Unión europea en 1995, el foro de la OCDE en el mismo año, en las conferencias de la UIT en 
1998 y finalmente en la Cumbre Mundial sobre la Sociedad de la Información en 2003 y 2005. 
Conforme esta penetración fue aumentando exponencialmente, se fue constituyendo poco a 
poco un enorme mercado y se fueron obteniendo ganancias astronómicas por intermedio de la Red, 
poco a poco esta libertad fue siendo cada vez vista con peores ojos por parte de los diversos 
gobiernos y de las empresas capitalistas. 
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Él académico norteamericano Tim Wu fue quien plantearía originalmente el principio en 2003 
observando 4 peligros a la neutralidad de la red: 1) Bloqueo de aplicaciones, 2) Tendencia a la 
monopolización de los ISP con perjuicio de los clientes, 3) Priorización de determinados servicios, 
proveedores, aplicaciones o contenidos, según acuerdos comerciales, 4) Falta de transparencia. Ante 
estas amenazas, se plantearía una serie de libertades rectoras del principio intentando encontrar la 
forma de mantenerlo intacto. 
Esto debemos comprenderlo en clave de los diversos procesos generados, principalmente tras la 
sanción de la Digital Millenium Copyright Act (DMCA) en 1998 (3), la instalación de la política de 
Seguridad Nacional y lucha antiterrorista en los países centrales tras los atentados del 11 de 
septiembre de 2001 y de la avanzada de la Propiedad Intelectual en torno a criminalizar los diversos 
intercambios de información, videos, música, etc. Es decir que, conforme la expansión de la 
penetración de las tecnologías digitales, el modelo original de neutralidad de la red anti-
discriminatorio pasaría a ser visto como una amenaza por los principales centros del capital 
informacional o cognitivo, intentando, por medio de un encrudecimiento en la legislación, imponer 
los cercamientos artificiales (Rullani, 2004) propios de la Apropiación Excluyente que destacábamos 
anteriormente. 
Por un lado las empresas proveedoras del servicio, los ISP comenzaron a plantear la batalla 
desde dos frentes: 
1)     Bloqueo de páginas y aplicaciones “peligrosas” o violadoras de los derechos de autor 
(descargas, torrents, páginas de movimientos sociales, aplicaciones P2P, etc.): El ISP es la puerta de 
entrada y salida del dispositivo digital en la relación “acción-respuesta” de los BITS y por ende 
pueden regular, estrangular o directamente cortar de cuajo el flujo de BITS dirigido o proveniente de 
una aplicación o página Web considerada como “indeseable”. Por este medio se viola la neutralidad 
de la red al discriminar una serie de datos por sobre otros. 
2)     Cancelar la Tarifa Plana y brindar conexión “Premium”: Tarifa Plana se refiere al servicio 
donde por un costo fijo mensual, el ISP permite el acceso ilimitado a todos los contenidos de la Web 
sin discriminar a unos por sobre otros. Eliminándola, se pasa a cobrar o bien por un “paquete de 
datos mensuales limitados” (por ejemplo 2 GB), o una tarifa base que requiera un pago extra para 
poder acceder a determinados servicios. Así, los ISP lograrían emular al servicio de cable televisivo 
permitiendo el acceso a diversos contenidos “básicos” y cobrando un extra para acceder a los más 
populares. 
Si bien estos intentos y acciones de los ISP encontraron una fuerte resistencia por parte de 
diversos movimientos sociales y ONG, Alcántara (2011) sostiene que en este debate las ISP cuentan 
con ventaja por acción u omisión de los Estados Nacionales. 
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Acción al sancionar leyes a favor de la discriminación y cobro de servicios y paquetes de 
información por parte de las ISP, al encrudecer las leyes penando el libre compartir y sobre todo el 
uso de P2P o al habilitar a las ISP a ir recortando la velocidad de Internet de los usuarios que utilicen 
estos servicios que “atentan” contra la Propiedad Intelectual. 
Omisión al no reglamentar un marco normativo sobre estas problemáticas permitiendo a las ISP 
hacer y deshacer a gusto y conveniencia de sus negocios. 
A su vez, las ISP argumentan que, con el desarrollo de las tecnologías digitales, cada vez son más 
usuarios los que utilizan una mayor velocidad para descargas de paquetes de datos, lo que genera 
una “congestión de las redes” ocasionando problemas de conexión y de velocidad en horarios pico. 
Es por esto que incitan a que el Estado autorice el cobro diferencial de contenidos para, con ese 
dinero extra, “poder seguir innovando en la infraestructura” (4). 
Ahora bien, ¿que implicancias tiene este avance de las ISP sobre el principio de Neutralidad de la 
Red? 
Para la Federal Communication Comission norteamericana (2005), la cuál mantiene un actuar 
basado en los principios anti-trust de la década del 30 cuando fue creada, el avance de las ISP podría 
implicar el desarrollo de fuertes monopolios que violen la libre competencia. 
Fernández (2014) indica como la alteración de la neutralidad puede poner en peligro no solo la 
libertad de expresión y de circulación de la información, sino también el espíritu “primigenio” de 
Internet, y podría llegar a trabar la innovación de nuevas aplicaciones y servicios al pasar a estar 
estos segmentados en los usuarios que puedan pagarlos. 
 “Parte de la discusión se centra en si el respeto a las mencionadas libertades debe dejarse al 
juego de la libre competencia entre los operadores o si es precisa una intervención legislativa o 
regulatoria para establecer deberes específicos de neutralidad, y si resultan suficientes en este 
sentido las previsiones incluidas en los distintos dispositivos legales aprobados a tal fin por los 
países descriptos… En consecuencia, se torna fundamental la intervención de los Estados y los 
organismos supranacionales a la hora de encarar políticas públicas que actúen en favor de 
garantizar los derechos digitales de los ciudadanos, en detrimento de la concentración y 
centralización de la propiedad o de los insumos necesarios para prestar el servicio.” 
(Fernández, 2014, p. 78). 
Similar y a la vez contrario a esto, Vercelli (2015) consigna que en realidad la Neutralidad de la 
Red no promueve una neutralidad como sostienen los análisis anteriores, sino que lo describe como 
un espacio lleno de tenciones al tratarse de  
“(…) un concepto diseñado a la medida de los intereses de las grandes corporaciones de 
Internet. La supuesta “neutralidad” oculta los intereses políticos y económicos de quienes 
diseñan el ciberespacio. Las leyes sobre neutralidad tecnológica no hacen más que cristalizar 
monopolios. Más que neutralidad, es necesario re-diseñar, adecuar y re-politizar las 
tecnologías digitales. Políticas públicas de información y comunicación que −lejos de solo 
privatizar− avancen sobre los procesos de comunicación. ¡Las democracias no son neutrales! 
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Entonces, ¿necesitamos redes neutrales? No, ¡gracias! Preferimos redes isonómicas, redes de 
pares. Es necesario que los países de la región sur emprendan una regulación público-
comunitaria amplia, abierta y democrática sobre todas las situaciones injustas que conlleva el 
uso actual-futuro de las tecnologías digitales e Internet.” (Vercelli, 2015, p. 109) 
Vemos de este modo que el autor al igual que Fernández solicita una mayor regulación por parte 
de los Estados que responda a sus propios intereses en detrimento de los de las empresas e ISP, pero 
a su vez cuestiona el carácter neutral de la arquitectura de Internet que antes mencionábamos 
entendiendo que toda tecnología no es ajena a los intereses y prácticas impresas en su diseño, 
desarrollo e implementación. 
Cabe destacar a su vez, que Vercelli no parece estar teniendo en cuenta que estas 
reglamentaciones por parte de diversos Estados muchas veces redundan en mayores beneficios a las 
empresas que a los intereses nacionales (la Acción en Alcántara que antes describimos), y que el 
debate no está necesariamente en plantear el nombre que debe tener el principio (si neutral, 
isotópico u otro) sino en los planteos políticos, económicos y sociales que hay por detrás del mismo. 
Podemos ver hasta aquí como los derechos humanos, la libertad individual, el libre tráfico de 
información materializada en BITS, la innovación, el ataque contra el espíritu primigenio de Internet y 
la necesidad de intervención y mayor regulación por parte de los Estados en pos de sus intereses 
nacionales y regionales, dominan estos planteamientos acerca de la Neutralidad de la Red. 
Podemos observar también que el concepto Neutralidad de la Red no es un concepto acabado ni 
que contenga una sola interpretación, sino que debido al carácter abierto de su definición (ya que 
“no discriminación” es muy amplio) se abre la posibilidad a que diversos grupos hagan uso de la 
misma según sus intereses particulares y/o corporativos. 
Más allá de eso, se suele poner el foco en la problemática de cómo estas acciones favorecen a los 
diversos cercamientos artificiales y como eso puede afectar el accionar de los usuarios y la 
potencialidad democratizadora de Internet. 
Con esto queremos expresar que si bien este enfoque económico es interesante y necesario a 
tener en cuenta, la Neutralidad de la Red conlleva otras problemáticas a analizar: la Vigilancia, el 
control y la seguridad informática. 
5. Vigilancia, control, seguridad informática y otras yerbas 
La relación entre neutralidad de la red y la Vigilancia se da por el hecho de que las ISP pueden 
discriminar contenidos al ser la puerta de entrada y salida de nuestros dispositivos digitales. De este 
modo, los ISP tienen la posibilidad de saber desde que dirección fue enviada, a que hora, utilizando 
que navegador, que aplicación (Facebook, Diario La Nación, Gmail, etc.) cuál es el destino, entre 
otros. 
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Esto es lo que Fernández Delpech (2004) llama “datos de tráfico”, es decir los registros 
superficiales de la “acción-respuesta” que de todos modos permiten dar cuenta de un gran número 
de datos respecto a la acción del usuario/empresa/estado en la red y por tanto constituyen una 
fuerte violación a su privacidad. El abogado argentino distingue estos datos de tráfico de los “datos 
de contenido” que justamente brindan el contenido de esa acción-respuesta (5). Las ISP están en 
conocimiento constante de los destinatarios de las acciones, por ende en conocimiento de sus datos 
de tráfico. Esto les permite en muchas ocasiones almacenarlos y crear un historial de cada usuario 
acerca de sus acciones en la red, el cuál puede ser solicitado por el Estado, por empresas de 
marketing o publicidad online, por organizaciones delictivas o por cualquier interesado. En muchos 
casos el Estado es cómplice de este almacenamiento, como mencionamos anteriormente, por Acción 
al reglamentar la obligatoriedad de este almacenamiento en leyes, decretos o disposiciones oficiales 
o por Omisión al no tener normativa al respecto permitiendo el libre accionar (y por ende la libre 
venta y uso de estos datos) por parte de los ISP. En su accionar en Internet muchas veces el usuario 
accede o busca acceder a sitios que no se encuentran encriptados (6) por lo que no es necesario para 
las ISP utilizar un software de desencriptación, sino que recibe sencilla mente ambos tipos de datos, 
si lo desea (7). En el caso de páginas o aplicaciones encriptadas, muchas de ellas se encriptan con un 
código propio de la aplicación (Bancos, Facebook, Google, etc.) por lo que la ISP no podrá acceder a 
los datos de contenido salvo una solicitud para que se los brinde. 
Aquí vemos también que las ISP no son los únicos actores involucrados en la violación de la 
privacidad. Recordemos que la información materializada en BITS en Internet viaja por el principio de 
Conmutación de Datos que primero los comprime en “paquetes de datos” y luego los fragmenta para 
su envío a través de la infraestructura. Si bien esto puede parecer que lograría la inviolabilidad del 
contenido, estos datos se vuelven a juntar en un servidor/aplicación objetivo que es el que brinda la 
respuesta (al usuario A o retransmitiéndola al Usuario B). Por ende, este servidor/aplicación tiene 
acceso tanto a los datos de tráfico como de contenido ya que debe generar una respuesta a esos 
datos o retransmitirlos, por lo que puede a su vez almacenarlos y luego utilizarlos o venderlos según 
sea su intención. Esto es claro con solo observar una pequeña parte de la política de privacidad de 
Facebook (8). 
Sumado a esto no podemos dejar de mencionar los datos proporcionados tanto por Wikileaks en 
2010 como por Snowden a fines de 2013 respecto al accionar de las agencias de seguridad nacionales 
(principalmente la NSA y la CIA estadounidenses y varias agencias europeas vía el programa PRISM) 
en lo que refiere a esta problemática de la violación de la privacidad. Ambas fuentes señalan una 
vigilancia constante por parte de estas agencias en lo que respecta tanto a datos de tráfico como de 
contenido. Por un lado esta información la consiguen vía requiriéndosela a: 1) los 
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servidores/aplicaciones (Facebook, Twitter, Dropbox, Microsoft, Google, etc.), 2) a los ISP, las cuáles 
brindarían una copia exacta de los datos de tráfico y (si pueden) contenido, 3) directamente 
“pinchando” los cables submarinos para recopilar esta información, 4) distribuyendo malware (9), 
virus, gusanos, troyanos, backdoors (10), entre otros para garantizar un acceso total a la información. 
Si bien algunos de estos modos y formas de violar la privacidad y obtener datos parecieren no 
tener relación con la neutralidad de la red debemos destacar que efectivamente tienen relación y 
mucha. No solo se obtienen datos por medio de las ISP o de los servidores/aplicaciones con los que el 
usuario está en contacto, sino que estos se obtienen tanto en la misma infraestructura oligopolizada 
que les da transporte como al introducir estos malwares al dispositivo. Y para que todo esto pueda 
ser posible claramente la información materializada en BITS es discriminada, visualizada y 
seleccionada en su transporte, tanto para requerirla los organismos de seguridad como para utilizarla 
para introducir malware funcional que luego retransmita la información que normalmente el usuario 
no compartiría por Internet. 
6. El Estado como actor en la problemática 
Como hemos visto, el Estado pasa a ser un actor privilegiado en la problemática de la 
neutralidad de la red por acción o por omisión en el plano de la problemática económica pero 
principalmente en la del control y vigilancia. 
En palabras de Zuazo (2015) “Estados de todos los países utilizan los pasos dados por millones de 
personas en la Red para conocer más de nosotros, para recopilar esa información y transformarla en 
un insumo de inteligencia con diversos fines” (Zuazo, 2015, p. 262) 
Cabe destacar, siguiendo a Alcántara (2011), que en múltiples ocasiones el Estado se alía con las 
ISP y los servidores/aplicaciones para recolectar los datos de tráfico y contenido: 
“El  progresivo endurecimiento de la legislación sobre propiedad intelectual ha sido el 
paraguas bajo el cual se han introducido sistemas de monitorización intensiva de la actividad 
de los usuarios en Internet… aquí los Estados se encuentran con el apoyo incondicional de las 
grandes corporaciones, aliados de éstos en esta batalla concreta.[Así] Se presiona al Estado 
para desarrollar leyes que les favorezcan, leyes que el estado desarrolla y sabiendo que el éxito 
de estos sectores es también su éxito: la misma ley que permite controlar el flujo de 
contenidos permite disciplinar a la población” (Alcántara, 2011,p. 52-53). 
Estas acciones, tensión y alianza de los Estados nacionales con las ISP y los 
servidores/aplicaciones podemos apreciarla al analizar tres de los marcos regulativos que han 
surgido en los últimos años en nuestra región: el Marco Civil de Internet de Brasil, la Ley Argentina 
Digital y la Ley 20.453 “de neutralidad de la red” de Chile. 
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6.1 Chile 
El primero en reglamentarse fue el de Chile en el año 2010, fruto de la conjunción entre el 
pedido de organizaciones de la sociedad civil (principalmente NeutralidadSI! y ONG Cívico) y el 
interés de varios diputados interesados para reglamentar una Ley de Defensa al Consumidor en 
Internet. El Proyecto fue presentado a principios de 2007 y tras tres años de duros debates, 
modificaciones y reiteradas acciones de las organizaciones sociales fue aprobado en 2010 con 
inmensa mayoría parlamentaria. 
Si bien esta ley fue el primer proyecto a nivel mundial en consagrar la Neutralidad de la Red, 
cuenta con varios puntos de duda que debemos analizar brevemente. 
Si bien expresa la prohibición de que los proveedores interfieran o bloqueen contenidos y 
servicios legales utilizados por los usuarios y a su vez fija la obligación de brindar información sobre 
el servicio contratado, vemos que, siguiendo a Lara (2010), la definición de “qué es” un proveedor de 
Internet excluye al Estado Chileno quien también brinda conexión tanto en asociación con algunas 
ISP como principalmente en ministerios y espacios públicos. De esta manera el Estado Chileno 
quedaría legalmente exento de estos puntos del marco normativo. A su vez, el Artículo 24 H en su 
sección “A” establece que “No podrán arbitrariamente bloquear, interferir, discriminar, entorpecer ni 
restringir el derecho a usar contenidos y redes”, dejando abierta la posibilidad de intervención en la 
medida en que ésta no sea considerada arbitraria, es decir, cuando se considere que hay uno o varios 
motivos que permitan violar de esta manera la neutralidad de la red, por ejemplo cuando esos 
contenidos sean considerados como ilegales por las diversas normativas y concepciones. Lara a su 
vez critica el hecho de que no esté especificado en el cuerpo de la ley cuando estaría justificada o 
autorizada la intervención, pudieron argumentar la misma desde un amplio arco de motivos y de 
consideraciones de contenidos de carácter no legal.  De esta forma, por ejemplo, una convocatoria a 
la manifestación a favor de la educación pública puede ser doblemente intervenida, tanto por el 
Estado Chileno (que reiteramos, se encuentra exento de la prohibición de poder bloquear, 
discriminar y/o limitar el contenido en las redes que suministra), como también por los mismos ISP 
que pueden considerar que hay un motivo para intervenir (“la seguridad nacional”) o que una 
convocatoria no informada previamente a las autoridades es un contenido ilegal y por tanto la Ley les 
permite discriminar y trabajar con esos datos. 
6.2 Brasil 
En cuanto a Brasil y su destacado “Marco Civil de Internet”, su proyecto data de 2009 cuando la 
Secretaria de Assuntos Legislativos do Ministério da Justiça junto con el Centro de Tecnologia e 
Sociedade da Escola de Direito de la Fundación Getúlio Vargas en Río de Janeiro, lanzaron el 29 de 
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octubre la primera fase de un proceso colaborativo para la construcción de un marco regulatorio de 
Internet en Brasil. El proyecto pronto pasó a una segunda fase en 2010 donde se habilitó un espacio 
Wiki para que los diversos usuarios colaboren en su creación. Finalizado su tiempo estimado, el 
proyecto fue enviado al poder legislativo en 2011, aplazándose en 2012 su tratamiento de modo 
indefinido principalmente por presiones de los multimedios brasileros, entre ellos el poderoso “O 
Globo”. Sin embargo, tras las revelaciones de Edward Snowden en 2013 acerca del espionaje de la 
NSA a Brasil, principalmente a su presidenta Dilma Roussef, ésta decretó la “urgencia constitucional” 
por la cual debía tratarse este proyecto de Ley teniendo prioridad por sobre todos los demás. Tras 
una serie de debates y cambios, finalmente se aprobó el 23 de abril de 2014. 
Analizándolo brevemente, podemos ver que este Marco cuenta con una serie de definiciones 
precisas que no dejan lugar a segundas interpretaciones (a diferencia de lo que ocurría con la Ley 
Chilena). A su vez, sus artículos 3, 4, 5 y 24 consagran la privacidad de los usuarios y sus datos 
personales, reglamenta el derecho de acceso a Internet y del acceso a la información, promueve la 
innovación y la difusión de nuevas tecnologías, optimización de las redes de infraestructura, 
desarrollo de programas de capacitación de Internet y prestación de servicios al ciudadano por parte 
del Estado y de los privados en la lógica las políticas de Inclusión Digital, definidas por la Cumbre 
Mundial de la Sociedad de la Información (2003) como el conjunto de políticas públicas relacionadas 
con la construcción, administración, expansión, ofrecimiento de contenidos y desarrollo de 
capacidades locales en las redes digitales públicas, en cada país y en la región. 
En cuanto a la Neutralidad de la Red, su artículo 9 lo consagra, y al hacer extensible la 
disposición al “responsable de la transmisión, conmutación o ruteo” incluye también al Estado 
Nacional y a los Estados Federales al igual que las ISP (a diferencia de Chile). De este modo, El Marco 
Civil de Internet reglamenta de forma consistente lo referente a la problemática hegemónica a favor 
de los usuarios. 
Ahora bien, sus artículos 13 y 15 son sugerentes en cuanto al control: 
El artículo 13 estipula que los administradores del sistema (los ISP) deben mantener los registros 
de conexión bajo secreto en un ambiente controlado y seguro durante el plazo de un año. A su vez 
permite a autoridades policiales, administrativas y/o ministerios públicos a requerir cautelarmente 
que se amplíe ese plazo. A su vez, se estipula que el proveedor cuyos datos fueron solicitados deberá 
mantener el secreto en cuanto a la solicitud. 
El artículo 15 establece condicione similares al artículo 13 pero referido a los proveedores de 
aplicaciones de Internet con sede en Brasil. También hace las mismas referencias respecto a la 
obligatoriedad de mantener los registros de conexión y a la posibilidad del requerimiento de los 
mismos. 
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Vemos así como por intermedio de estos dos artículos no solo se dispone la obligatoriedad de 
que los ISP y los proveedores de aplicaciones (Google, Facebook, etc.) que operen en el territorio 
brasilero guarden los datos de tráfico por un plazo de tiempo (que puede ser ampliado), sino que el 
Estado brasilero tiene la potestad de solicitar los mismos y esa solicitud se mantendrá en el más 
profundo de los secretos. 
Respecto a los datos de contenido, el artículo 19 especifica que las ISP y los 
servidores/aplicaciones tienen la obligación de suministrar datos de contenido si las autoridades 
estatales lo requirieran so pena de multas o de ser responsabilizados como “cómplices” de posibles 
violaciones a la propiedad intelectual.  Lo que queremos explicitar con esto es que, si bien un Estado 
puede ser víctima de la vigilancia por parte de otros (recordemos que los organismos estatales 
utilizan la red de Internet al igual que los usuarios civiles, es decir, con ISP, cables submarinos 
pinchados, etc.) e incluso puede reglamentar un Marco-Ley “progresista” en términos de garantizar 
la neutralidad de la red en términos de los contenidos comerciales, de todos modos reglamenta 
diversas medidas de claro control y violación de la privacidad de los usuarios. Respecto a esto, no 
solo no prohíbe el registro de datos por parte de las ISP y servidores/aplicaciones, sino que lo hace 
obligatorio y reglamenta su acceso a estos datos de modo discreto y constante (11). 
6.3 Argentina 
En cuanto a Argentina, la actual coyuntura presenta un caso complejo. 
La Ley 27.078 “Argentina Digital”, promulgada el 18/12/2014 y vigente durante casi todo 2015  
fue modificada por el Decreto de Necesidad y Urgencia DNU 267/2015 tras la asunción de Mauricio 
Macri a cargo del ejecutivo. 
La Ley “Argentina Digital” es un caso diferente al analizado en Chile y/o Brasil al no ser una ley 
que nazca de alguna organización o fundación de la sociedad civil, sino que surge como un proyecto 
de reemplazo de la antes vigente Ley de Telecomunicaciones 19.798, sancionada en 1972 durante la 
dictadura de Lanusse. 
En su página Web, podía apreciarse su argumentación “Impulsamos esta Ley con el objetivo de 
generar un salto tecnológico en las comunicaciones de la Argentina, que garantice la soberanía 
tecnológica y productiva para el desarrollo de nuestra nación” (12). Si bien diversas agrupaciones de 
la sociedad civil celebraron el tratamiento de un nuevo marco regulatorio que incluya a la telefonía 
móvil y a Internet, sus críticas (Chaparro, 2014) se focalizaron principalmente en los presurosos 
tiempos de aprobación del proyecto (Diciembre de 2014) y en diversos puntos de sus disposiciones. 
Analizándola brevemente, podemos ver que, al igual que en el Marco de Brasil, esta Ley ratifica 
en diversos puntos el rol del Estado en cuanto a políticas de Inclusión Digital al expresar como objeto 
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el “garantizar el derecho humano a las comunicaciones y a las telecomunicaciones”, “promover el rol 
del Estado como planificador”, y fomentar “la competencia y generación de empleo”. De este modo, 
se creaba una nueva autoridad de aplicación, la AFTIC a la que se le brindan atribuciones para regular 
tarifas de interconexión, la velocidad mínima de conexión, el establecimiento de zonas de promoción 
e incentivos para el despliegue de infraestructura. 
El DNU 267/2015 realizó diversas modificaciones en la Ley: principalmente su foco está puesto 
en incorporar a la Ley los servicios de radiodifusión por suscripción (televisión paga) y sustituir  a la 
Autoridad de Aplicación, el AFTIC, por el ENACOM el cuál vendría a combinar sus funciones con los 
del AFSCA (autoridad de aplicación de la Ley de Medios Ley Nº 26.522) al postular que el tener dos 
autoridades de aplicación supone 
“Que ello atenta contra una adecuada regulación que recepte la convergencia tecnológica de 
la industria de los medios y de las telecomunicaciones, así como también contra la obtención 
de un más amplio, coordinado y transparente acceso a la información de todo el sector, que 
permitiría una mejor toma de decisiones por parte del Estado Nacional y brindaría 
previsibilidad y seguridad jurídica a los sujetos alcanzados por la regulación o a los potenciales 
inversores. 
Que es por ello que la coexistencia de dos organismos de control es, en sí misma, otro 
elemento más que resulta incompatible con un marco regulatorio destinado a favorecer la 
convergencia de redes y servicios, sin perjuicio de los beneficios adicionales que su unificación 
representaría en materia de eficiencia y eficacia, así como en el mejoramiento, simplificación y 
unificación de los procedimientos, lo que a su vez también favorecerá a la seguridad.” (Decreto 
267/2015, 2015, p. 2). 
 
Dentro de los cambios realizados, se avanza sobre lo sancionado en el Decreto 13/2015 que crea 
el Ministerio de Comunicaciones incorporando al nuevo ENACOM bajo su órbita en lugar de estar 
bajo la órbita de presidencia como lo hacía el AFTIC. A su vez, el flamante Ministerio de 
Comunicaciones pasa a atribuirse muchas de las facultades del AFTIC especialmente en lo que 
respecta a la Administración, gestión y control “en todo lo inherente a las tecnologías de la 
información, las telecomunicaciones, los servicios de comunicación audiovisual y los servicios 
postales” dejando en manos del ENACOM (un organismo supuestamente más plural que incluye 
miembros de minorías parlamentarias) menores atribuciones siempre con posibilidad de veto y 
constante supervisión por parte del Ministerio de Comunicaciones. 
Uno de los principales problemas del AFTIC era que se convertía en “juez y parte” al regular 
varias empresas y emprendimientos que quedaban bajo su órbita. Actualmente eso no fue 
modificado por el DNU sino que esa atribución ha pasado al Ministerio de Comunicaciones. 
A su vez cabe destacar que la fusión del AFSCA y el AFTIC se hace en nombre de una 
“convergencia” que vista como “una realidad indiscutible en el mundo de hoy” y que a pesar de ser 
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nombrada 15 veces en el cuerpo del documento, nunca es explicada o definida en detalle dejando 
abierto el abanico de interpretaciones posibles.  
Respecto a la Neutralidad de la Red, el Decreto no modifica lo estipulado en la Ley 27.078: 
“ARTÍCULO 56. — Neutralidad de red. Se garantiza a cada usuario el derecho a acceder, utilizar, 
enviar, recibir u ofrecer cualquier contenido, aplicación, servicio o protocolo a través de Internet sin 
ningún tipo de restricción, discriminación, distinción, bloqueo, interferencia, entorpecimiento o 
degradación. 
ARTÍCULO 57. — Neutralidad de red. Prohibiciones. Los prestadores de Servicios de TIC no 
podrán: 
a) Bloquear, interferir, discriminar, entorpecer, degradar o restringir la utilización, envío, 
recepción, ofrecimiento o acceso a cualquier contenido, aplicación, servicio o protocolo salvo orden 
judicial o expresa solicitud del usuario. 
b) Fijar el precio de acceso a Internet en virtud de los contenidos, servicios, protocolos o 
aplicaciones que vayan a ser utilizados u ofrecidos a través de los respectivos contratos. 
c) Limitar arbitrariamente el derecho de un usuario a utilizar cualquier hardware o software para 
acceder a Internet, siempre que los mismos no dañen o perjudiquen la red.”  
Vemos así que, al igual que en Chile y en Brasil, la problemática económica de la Neutralidad de 
la Red queda legislada de modo de asegurar la no discriminación de los BITS con un fin económico. 
Sin embargo, y siguiendo a Chaparro (2014), en lo relativo al control, vigilancia y privacidad de los 
datos la Ley es más “una simple formulación de intenciones, [donde] la capacidad de ﬁjar todas las 
políticas de telecomunicaciones queda en manos de la autoridad de aplicación.” (Chaparro, 2014: 3). 
Y podemos agregarle ahora: y principalmente del Ministerio de Comunicaciones. 
Vemos así que respecto a la privacidad, solo el artículo 5 la menciona, refiriéndose a la 
“inviolabilidad de las comunicaciones” pero haciendo referencia principalmente a las comunicaciones 
de emails, correo o mensajes emitidos por otros mecanismos (cuyos datos de tráfico y contenido 
pueden ser requeridos por un “juez competente”, sin mayor explicación de los procedimientos para 
ello). El Decreto directamente no menciona la palabra “privacidad” en todo su cuerpo. 
Otra muestra de que la ley queda mayormente en una “formulación de intenciones” refiere a la 
confidencialidad de los datos y BITS emitidos por los usuarios, los cuáles solo son señalados en el 
Artículo 62, inciso “F” al referirse a que los licenciatarios de Servicios de TIC deben “Garantizar a los 
usuarios la confidencialidad de los mensajes transmitidos y el secreto de las comunicaciones” sin 
especificar los modos y formas en los cuáles se debe operar para garantizar esto y las sanciones que 
pueden surgir de no cumplirlo. Cabe destacar que nuevamente el foco está puesto en las 
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comunicaciones y no refiere a las producciones de los usuarios y su circulación, las cuales brillan por 
su ausencia en todo el marco regulatorio. 
En estas tres leyes, si bien se reglamenta la problemática económica de la Neutralidad de la Red 
comprendida dentro del marco de las políticas de inclusión digital de los diversos países (13), 
también se reglamenta (por acción u omisión) el control y vigilancia de los datos de los usuarios. Es 
decir, lejos de “asegurar el bienestar de la población” como pretendía Fernández (2014), no hay que 
olvidar que el Estado no deja de ser el “capitalista colectivo” como esgrimía Engels y por tanto busca 
mantener en su accionar (u omisión) las relaciones sociales capitalistas y por tanto al modo de 
accionar capitalista actual (informacional/cognitivo), incluso cuando estas relaciones implican 
incrementar exponencialmente el control y la vigilancia de su población. 
Es decir, podemos apreciar como el Estado reglamenta y se mete en el juego del 
almacenamiento y supervisación de datos y por ende en la discriminación, control, uso, etc. de los 
mismos, ocupando(o recuperando) cierto lugar de privilegio en lo que respecta las nuevas 
problemáticas (instaladas por el cambio del modo de desarrollo informacional) por intermedio del 
control y uso de la información materializada en BITS, además de garantizarse un método de 
seguridad efectivo ante posibles acciones y manifestaciones coordinadas en la Web (14). 
De este modo a pesar de ser la problemática económica el debate hegemónico sobre la 
neutralidad de la red, este debate en cierto aspecto queda minimizado frente a la peligrosidad de la 
violación de privacidad de los usuarios por parte de las corporaciones y de los Estados Nacionales, 
también efectuado violando la neutralidad de la red y siendo plenamente funcional al actual modelo 
de negocios del capitalismo informacional/cognitivo. No solo cobrando un extra para potenciar cierta 
información o prohibiendo la transmisión de la misma el capitalismo logra generar plusvalor y 
mantener el orden social imperante, sino también mediante el registro, el control y la utilización de 
estos BITS. 
7. Free Basics y proyecto Loon: nuevos desafíos 
A diferencia de las violaciones efectuadas por las ISP o el Estado, las redes sociales obtienen los 
datos de tráfico y contenido de forma legal y sobre todo voluntaria. 
Bajo este modelo de apropiación incluyente (Zuckerfeld, 2010), la red social Facebook en alianza 
con varias compañías telefónicas ha creado en 2014 y perfeccionado en 2015 su plataforma Free 
Basics (15), la cual permite acceder de modo gratuito a Internet, con una gran velocidad de conexión, 
ofreciendo solo algunas aplicaciones para su uso (Facebook, Wikipedia, entre otras) y bloqueando el 
resto de la red salvo un pago adicional. De este modo se violaría completamente el principio de 
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neutralidad de la red al discriminar salvajemente los flujos de datos para permitir o no el acceso. 
También es interesante pensar que la aceptación de esta discriminación es voluntaria. 
 Esta plataforma obtiene, también voluntariamente, todos los datos de tráfico y contenido 
referidos a todas los servidores/aplicaciones con los que quiera interactuar el usuario y no solo las 
propias, con lo que a su vez pueden ser un excelente método de concentración de datos para la 
vigilancia de los Estados. En otras palabras, con Free Basics, la red social Facebook logra convertirse 
ella misma en un ISP directamente o indirectamente a través de sus vínculos y arreglos con otros ISP 
locales. 
Cabe destacar que este modelo aún está en desarrollo y su aplicabilidad varía dependiendo del 
arreglo con los distintos Estados y compañías. En algunos países, como por ejemplo Colombia, Free 
Basics se introduce en la problemática en convenio con empresas líderes en telefonía celular. De este 
modo, pasa a ser una “aplicación gratuita para los clientes” (16) habilitando un número de 
aplicaciones y páginas sin costo adicional para los usuarios pre-pagos (17), es decir aquellos que 
cargan crédito por medio de tarjetas o carga virtual y por este motivo no suelen acceder a Internet 
desde sus teléfonos móviles ya que esta actividad podría consumir todo el crédito que han cargado. 
De este modo, se garantiza un acceso gratuito pero limitado a un número de aplicaciones y 
páginas seleccionadas (y no otras), donde su navegación implica no solo la concentración de la 
actividad de estos usuarios en estas páginas, sino el hecho de aceptar voluntariamente que las 
empresas, organizaciones y el Estado desarrolladores de estas Web y apps accedan a su tráfico de 
datos e información personal. 
Si bien este es el modelo actual en Colombia por encontrarse en fase de pruebas, la intención 
manifiesta de Free Basics, como también de emprendimientos similares de otras empresas, como el 
Proyecto Loon de Google (18) (que cuenta a su vez con la cooperación de Facebook) (19), es el de 
permitir el acceso de modo gratuito, bajo la consigna de que los usuarios utilicen únicamente esas 
Web y aplicaciones seleccionadas a cambio de permitir el acceso a su registro de actividades y datos 
privados y solicitando un pago adicional si se desea acceder a otros contenidos (los cuáles no se 
aclara si tendrán que aceptar la misma política de privacidad o no). 
Por eso, cabe destacar que es sumamente preocupante que varios Estados (20) hayan aceptado 
aplicar esta iniciativa cuasi contemplándola como método de inclusión digital, lo que podría 
reemplazar a otras estrategias más inclusivas y que no representen un traslado (por no decir “robo”) 
masivo de datos de ciudadanos hacia empresas privadas extranjeras con consentimiento del Estado. 
Con estos modelos, la potencialidad democratizadora de la red se vería restringida solo a los usuarios 
capaces de pagar por más servicios, incluso llegando al riesgo de naturalizar entre los nuevos 
usuarios el que solo existan ciertos servidores/aplicaciones ignorando toda la gama restante o que 
Página 18 | 24 
incluso si pagan por acceder a otros contenidos o redes también se incluya la misma política de 
privacidad de brindar acceso voluntario a sus datos y registro de actividades. 
8. Conclusiones y reflexiones abiertas 
En el presente artículo hemos hecho un recorrido por las diversas implicancias y problemáticas 
que abarca el principio de la Neutralidad de la Red. 
Luego de recorrer el funcionamiento de la red, hemos podido observar su problemática 
económica referida a la discriminación, el potenciamiento y/o la estrangulación de ciertos datos y 
accesos a determinadas páginas o informaciones, en función de implementar en la utilización de 
Internet los cercamientos artificiales funcionales al modelo de apropiación excluyente del 
capitalismo informacional/cognitivo. 
También hemos analizado como la Neutralidad de la Red también conlleva una fuerte 
problemática relativa al control y la vigilancia tanto por parte de las empresas que componen la Red 
como de agencias de información internacionales y Estados Nacionales, efectuándose acciones de 
control sobre la información materializada en BITS y sobre la misma población en pos del 
mantenimiento de las relaciones sociales capitalistas contemporáneas. 
Al realizar un breve análisis de los marcos regulatorios de Brasil, Argentina y Chile hemos podido 
apreciar que si bien se reglamenta mayormente la problemática económica a favor de la Neutralidad 
y de sus usuarios, se dejan múltiples puntos grises (Chile y Argentina), se designan autoridades con 
potencialidad de resolución, control y sanción que son tanto jueces como partes del asunto 
(Argentina) o se reglamenta la obligatoriedad del almacenamiento de los datos y el hecho de que el 
Estado pueda requerirlos cuando desee de modo secreto (Brasil). 
Es interesante a su vez señalar que pese a un cambio de gobierno y una modificación de la ley 
vía un DNU (Argentina) esto no se ve modificado. 
Si bien la regulación sobre la Neutralidad de la Red se inscribe dentro del marco de políticas 
tendientes a generar Inclusión Digital y una experiencia favorable para los diversos usuarios, el hecho 
de que estas leyes reglamenten (por acción u omisión) directa o indirectamente los mecanismos 
necesarios para que los BITS puedan ser discriminados, utilizados y/o almacenados nos habla de esta 
estrategia de los Estados Nación de pasar a (o volver a) ocupar un rol fundamental en las relaciones 
capitalistas actuales por intermedio del manejo de la información. 
Incluso, el asociarse a proyectos como Free Basics o Loon en su territorio (justificándolos como 
medidas que permitan una inclusión digital de sus ciudadanos) no hace más que reforzar esta 
presunción de pasar a/volver a ocupar un rol preponderante en las relaciones capitalistas 
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informacionales actuales, incluso a costa de (legitimar el) compartir esos datos generados por sus 
ciudadanos con empresas privadas multinacionales. 
Para responder la pregunta que oficia de título de esta ponencia respectivo al ¿Estado o 
Mercado?, debemos señalar que por un lado las estrategias de las empresas no son uniformes y 
compactas (21), sino que presentan y ejecutan diversas estrategias en pos de sacar ventajas 
corporativas y comerciales en la competencia inter-capitalista. Cabe destacar que no es lo mismo una 
ISP que una empresa proveedora de contenidos y por ende sus estrategias tampoco son las mismas. 
Asimismo, si bien la pregunta condiciona a elegir entre dos términos que pueden parecer 
antagónicos, como hemos visto, muchas veces los Estados y las diferentes empresas trabajan en 
conjunto. Si bien podemos ver que existen tensiones, también hay lógicas, acciones e intereses en 
común dentro de la batalla por adquirir, reglamentar, archivar y utilizar los datos de los usuarios. 
En el capitalismo informacional/cognitivo el principal insumo del modo de desarrollo es la 
información/conocimiento, principalmente en forma de datos, y por ende es lo que se encuentra en 
juego constantemente. El poder reglamentar, controlar y disponer a voluntad de la misma permite 
mantener funcional, estable y productivo esta nueva configuración capitalista frente a la amenaza 
inherente de los BITS que dan soporte material a la información/conocimiento por su costo de 
replicabilidad tendiente a cero, y es por eso que las empresas y los Estados despliegan toda la gama 
de estrategias y acciones anteriormente mencionadas. 
Por ello, más que resolver una única batalla entre Estado y Mercado, el análisis que hemos 
realizado nos abre el panorama de nuevas batallas, abiertas y en constante tensión y modificación: 
a)   La batalla por implementar o no la Neutralidad de la red (de acuerdo a la definición de la no-
discriminación) 
b)   La batalla por la apropiación de su significado (libre circulación, libre mercado, isonomía, 
peligro para negocios, etc.) 
c)   La batalla por la apropiación de los flujos de datos circulantes (empresas y/o Estado) o por 
crear mecanismos seguros que impidan o limiten estas prácticas. 
Quedará para futuras investigaciones el actualizar y analizar en mayor profundidad estos marcos 
regulatorios y otros de la región y a nivel mundial, profundizar en torno a las tres batallas antes 
descriptas, como también relevar y analizar diversas acciones y estrategias de los grupos y 
movimientos de la sociedad civil que se oponen a las diversas violaciones de la Neutralidad de la Red 
en sus aristas económica y de control/vigilancia. 
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Notas 
(1) Proveedor de servicios de Internet. ISP por sus siglas en inglés. 
(2) Es por esto que Ruiz Gómez (2013) lo plantea como producto y a su vez heredero de la “Internet 
libre primitiva”, de sus fundamentos y valores. 
(3) La cuál establecía criminalidades penales para la evasión o violación de los sistemas electrónicos 
de protección del copyright (Gendler, 2013). 
(4) No solo los datos se transfieren de manera fragmentada por los múltiples canales y nodos de la 
red sobre el principio de “mejor esfuerzo” impidiendo su congestionamiento, sino que la 
infraestructura es un nivel de la red totalmente ajeno a los ISP, por lo que el argumento además 
de engañoso, es nulo. 
(5) Para dar un ejemplo sencillo, podemos ver en un email enviado por el usuario A a otro usuario. 
Los datos de tráfico serían su número de IP, las 14.15hs, desde Buenos Aires (Argentina), hacia el 
Usuario B que utiliza también una cuenta de gmail. Si este genera una respuesta, el ISP obtendrá 
a su vez los mismos datos pero referidos al Usuario B (su IP, 14.30hs, Bogotá, con objetivo 
Usuario A). Los datos de contenido serían el asunto, el contenido y el posible archivo adjunto que 
se pudieren enviar ambos usuarios. 
(6) Encriptar es una manera de codificar la información para protegerla frente a terceros. Por lo tanto 
la encriptación informática sería la codificación de la información para que no pueda ser 
descifrado en caso de ser interceptado por alguien mientras esta información viaja por la red. 
Fuente: http://www.larevistainformatica.com/que-es-encriptacion-informatica.htm. Última 
consulta el 20/8/2016. 
(7) Los datos de tráfico siempre son recibidos por el ISP. En cambio para recibir los datos de 
contenido debe haber un deseo y un accionar para ello por intermedio de diversos software de 
decodificación. 
(8) https://www.facebook.com/about/privacy/ Última consulta el 20/8/2016. 
(9) El Malware es una aplicación informática maliciosa diseñada tanto para ser difícil de detectar 
como para registrar acciones del dispositivo infectado. 
(10) Malware cuya función es abrir las “puertas traseras” del software de dispositivos permitiendo así 
la extracción de la información guardada, incluso aquella que no es compartida en Internet. 
(11) Cabe aclarar que esta ley se encuentra vigente al momento de escribir este artículo. Esta 
presente aclaración es debido a la inestabilidad política de Brasil en el presente donde la ex 
presidenta Dilma Rousseff fue removida de sus funciones y reemplazada por el actual presidente 
Temer. 
Página 21 | 24 
(12) http://www.argentinadigital.gob.ar/ Última consulta el 20/8/2015. Cabe destacar que 
actualmente (Agosto del 2016) la página ya no se encuentra disponible. 
(13) Las cuáles no dejan de tener una fuerte influencia de los lineamientos de la CEPAL y del G8 (Di 
Palma, 2015). 
(14) Un ejemplo fueron las detenciones “preventivas” y la planificación para contrarrestar las 
movilizaciones durante el Mundial de Fútbol de Brasil en 2014, luego de sancionar el Marco Civil 
de Internet. 
(15) La iniciativa surgió con el nombre “Internet.org” y cambió de nombre a “Free Basics” 
principalmente al adquirir el nombre original cierta “mala imagen” tras el conflicto surgido en 
India en Mayo de 2015 donde tras diversas manifestaciones de colectivos y asociaciones de la 
sociedad civil, las principales empresas proveedoras decidieron dar de baja el servicio por 
considerarlo contrario a los postulados de la Neutralidad de la Red. 
http://www.wired.com/2015/09/facebook-renames-controversial-internet-org-app/ Consultado 
el 20/8/2016 
(16) Esto se habilita por el llamado modelo “Zero-Rating” o tasa cero, que consiste en “la 
exoneración de ciertos datos de ser contabilizados del total del paquete de datos contratado por 
el usuario, o de acumular cargos adicionales por un uso excedente. Tales acuerdos favorecen a 
los grandes proveedores de contenidos que sí pueden permitirse pagar para estar a la vista de los 
usuarios, y marginan a los que no pueden. El esquema encausa a los usuarios de Internet hacia 
los contenidos y servicios que estén bajo ese esquema, a expensas de alternativas.” 
https://www.eff.org/es/deeplinks/2016/02/tasa-cero-zero-rating-que-es-y-por-que-deberia-
importarte Consultado el 20/8/2016 
(17) Entre ellas podemos encontrar: Facebook Lite (versión ligera de la red social),  Wikipedia , 
Messenger Facebook (Chat de la red social), Accuweather (estado del tiempo), UN Women 
(consejos para mujeres emprendedoras), GirlEffect (sitio de consejos ara las mujeres), MAMA 
(sitio de consejos para mujeres madres), UNICEF Para la vida (consejos para prevenir 
enfermedades y protección de niños), UNICEF Tus derechos (sitio oficial de Unicef), MITULA 
(Clasificados), INSTITUTO COLOMBIANO PARA LA EVALUACIÓN DE LA EDUCACIÓN (Sitio 
Colombiano de apoyo a la educación ICFES), SU DINERO (consejos para manejo del dinero), 
TAMBERO (app de apoyo a los agricultores), 1DOC3 (consultas medicas gratis), AGRONET (sitio 
Colombiano de apoyo a la agricultura), REPARACIÓN INTEGRAL A LAS VÍCTIMAS (página 
Colombiana para los victimas de la violencia), 24 SYMBOLS (libros gratis) 
http://www.ungeekencolombia.com/el-lado-oscuro-de-internet-org/ Consultado el 20/8/2016 
(18) http://www.google.com/loon/ Consultado el 20/8/2016 
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(19) https://techcrunch.com/2015/03/02/and-connectivity-for-all/ Consultado el 20/8/2016 
(20) Hasta el momento Kenia, Tanzania, Indonesia, Colombia, Guatemala, Filipinas, Ghana, Indonesia, 
Bangladesh, Pakistán, Senegal, Bolivia, Sudáfrica, Egipto, Iraq, Nigeria, Madagascar y Myanmar. 
Actualizado al 20/8/2016.  
(21) Salvo en casos especiales como cuando se unieron las GAFA (Google, Apple, Facebook & 
Amazon) en contra de la aplicación de un protocolo de regulación de Internet planteado en la UIT 
en 2013 donde esas decisiones serían tomadas por Estados-Nación sin consulta a las empresas. 
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