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Анализируется применение законодательства о персональных данных, преимуще-
ственно в учебном процессе в вузах, взаимосвязь персональных данных с конфиден-
циальной и служебной информацией. Делается вывод о недопустимости расшири-
тельного толкования конфиденциальных персональных данных и отнесения к ним 
учебной нагрузки – это способствует конфликту интересов, возникновению корруп-
циогенных факторов и девальвации высшего образования.  
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The subject. The article is devoted to the analysis of legislation on personal data and it’s 
enforcement in the educational process in higher educational institutions. 
The purpose of the article is highlight controversies in legislation on personal data, gener-
ating mistakes in enforcement during the educational procedures. 
The description of methodology. The author uses methods of complex analysis, synthesis, 
as well as formal-logical and formal-legal methods. 
The main results and scope of their application. The practice of interpreting the concepts of 
“personal data”, “confidential personal data”, “official secret”, “publicly available personal 
data” is extremely contradictory.  
Currently, there are hundreds departmental regulatory legal acts about various aspects of 
the protection of official secrets. Analysis of these acts shows that the rules aimed at pre-
serving the confidentiality of official information regulate the following aspects of the func-
tioning of state and municipal bodies, institutions and organizations: (a) ensuring access to 
official information; (b) providing state and municipal services; (c) document flow and rec-
ord keeping; (d) staffing; (e) anti-corruption; (f) use of information systems; (g) interaction 
with the media; (h) prevention of conflicts of interest. 
The study load cannot be attributed to the personal data, that requires the consent of the 
teacher to be processed. The study load is nothing more than publicly available information, 
arising from the principles of collegiality of educational process management, competitive-
ness of education, its openness and transparency, that are established in the legislation on 
education. 
Conclusions. Extended interpretation of confidential personal data and inclusion of the 
teaching load to it is unacceptable. This contributes to conflicts of interest, corrupt factors 
and devaluation of higher education.  
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1. Противоречия в правовом регулировании 
оборота персональных данных и практике приме-
нения законодательства в данной сфере 
Подобно тому, как в философии есть понятие 
парных категорий и выведен закон единства и 
борьбы противоположностей, так и в политико-пра-
вовой реальности есть свои парные категории и про-
тивоположные тенденции одного и того же политико-
правового явления. Например, парные категории «со-
держание» и «форма» одновременно есть закон их 
единства и противоположности: вечное единство и 
противоречие между содержанием и формой права. 
Парными категориями и противоположными тенден-
циями являются демократия и авторитаризм, народо-
властие и олигархат, равноправие и клановость, за-
конность и целесообразность и т. д. 
Глобальным противоречием является противо-
речие между динамикой общественных отношений, 
с одной стороны, и стабильностью права как формой 
их отражения – с другой. Указанное противоречие 
одновременно является и движущей силой развития 
права [1, c. 146–147], и причиной возникающих при 
его реализации конфликтных ситуаций. 
Так, с точки зрения конституционных ценностей 
действуют принципы открытого общества, свободы 
информации, прозрачности и коллегиальности управ-
ления. В рамках этой демократической тенденции 
государство заботится о правовом просвещении и 
правовой информированности граждан. В рамках 
этой ценности-тенденции принимается, например, 
Федеральный закон «Об обеспечении доступа к ин-
формации о деятельности государственных органов и 
органов местного самоуправления»1. В рамках той же 
тенденции принят и Федеральный закон «Об образо-
вании в Российской Федерации»2, ст. 3 которого по-
священа основным принципам государственной по-
литики и правового регулирования в сфере образова-
ния, среди которых: информационная открытость и 
публичная отчетность образовательных организаций 
(п. 9); демократический характер управления образо-
ванием, обеспечение прав педагогических работни-
ков (п. 10); недопустимость ограничения или устране-
ния конкуренции в сфере образования (п. 11). 
                                                          
1 Федеральный закон от 9 февраля 2009 г. № 8-ФЗ «Об 
обеспечении доступа к информации о деятельности госу-
дарственных органов и органов местного самоуправле-
ния» // Собрание законодательства Российской Федера-
ции. 2009. № 7. Ст. 776. 
2 Федеральный закон от 29 декабря 2012 г. № 273-ФЗ «Об 
образовании в Российской Федерации» // Собрание зако-
нодательства Российской Федерации. 2012. № 53. Ст. 7598. 
Однако в реальности действуют и обратные тен-
денции, поскольку известно, что ничто так не раздра-
жает бюрократический аппарат, как информирован-
ность граждан. Под видом обеспечения информаци-
онной безопасности, под предлогом защиты инфор-
мации и, наконец, обеспечения конфиденциальности 
служебных сведений действует и процветает тенден-
ция сокрытия информации, причем не только за рам-
ками государственного или муниципального учре-
ждения, но и внутри коллектива. Так, под предлогом 
недопустимости разглашения и защиты персональ-
ных данных на некоторых кафедрах в некоторых вузах 
скрывается информация о коллегах. 
В советские времена можно было, зная лишь 
фамилию и имя человека, а еще лучше – также его 
отчество и год рождения, в любом адресном столе 
за пять копеек узнать и его адрес, и телефон. 
В настоящее время на подобное обращение 
неизбежно последует отказ со ссылкой на Федераль-
ный закон «О персональных данных»3. Так, автору 
настоящей статьи было отказано в предоставлении 
списка членов кафедры с их телефонами4, поскольку в 
соответствии с указанным законом фамилия, имя, от-
чество и телефон гражданина являются его персональ-
ными данными и могут быть предоставлены третьему 
лицу (в данном случае – коллеге по кафедре) только с 
согласия носителя этих персональных данных.   
Притом в законе не сказано, устным или пись-
менным должно быть согласие в данной ситуации. С 
точки зрения здравого смысла телефон сослуживца, 
коллеги необходим, как правило, в служебных целях 
(договориться о замене преподавателя в случае ко-
мандировки, болезни и пр.), иногда в личных целях 
(поздравить с днем рождения, высказать соболезно-
вания по случаю смерти близкого родственника), а 
потому согласие предполагается устным. Как в слу-
чае конфликтной ситуации должностное лицо, 
предоставившее третьему лицу персональные дан-
ные, докажет, что на то было согласие субъекта пер-
сональных данных? Всё будет зависеть от конкрет-
ной ситуации, и если начальство поставит целью не 
предоставлять те или иные персональные данные 
каким-либо сотрудникам, оно будет исходить из 
3 Федеральный закон «О персональных данных» от 
27 июля 2006 г. № 152-ФЗ // Собрание законодательства 
Российской Федерации. 2006. № 31 (ч. 10). Ст. 3451. 
4 Речь идет не о вузе, указаном в выходных данных статьи 
в аффилиации автора. 
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того, что согласие должно быть обязательно пись-
менным, что очевидным образом абсурдно, по-
скольку в таком случае возникают вопросы о форме 
такого согласия, на чье имя оно должно предостав-
ляться и какие реквизиты должно содержать. Подоб-
ные нормы о персональных данных и отнесении к 
третьим лицам сослуживцев, в том числе коллег по 
кафедре, способны вызвать к жизни целый ряд неле-
пых ситуаций под видом защиты персональных дан-
ных или служебной тайны. 
Между тем, при приеме на работу в государ-
ственное учреждение, в том числе в вуз, каждый со-
трудник дает согласие на обработку персональных 
данных. Так, типовая форма Согласия по обработке 
персональных данных работников Самарского наци-
онального исследовательского университета имени 
академика С.П. Королева (далее – Самарский универ-
ситет) содержит 26 позиций персональных данных 
работника, на обработку которых тот дает согласие. 
Исходя из вышесказанного, представляется справед-
ливым, что с момента приема на работу и подписа-
ния названного документа работник переводит свои 
персональные данные в служебные, и в рамках слу-
жебной необходимости эти данные уже не являются 
данными, подлежащими особой защите, т. е. конфи-
денциальными данными. 
Будучи депутатом Самарской Губернской 
Думы, автор этих строк однажды запросила инфор-
мацию о наличии диплома кандидата юридических 
наук у руководителя правового управления Думы, 
которому надбавка за ученую степень была начис-
лена сразу после защиты, до утверждения в Высшей 
аттестационной комиссии, что, несомненно, было 
нарушением законодательства. В обозрении ди-
плома (или предоставлении его копии) было отка-
зано всё по той же причине принадлежности данной 
информации к персональным данным.  
С той же проблемой пришлось столкнуться, ко-
гда сотрудница аппарата Уполномоченного по пра-
вам человека Самарской области, не будучи юри-
стом, представлялась таковым, осуществляя, по сути, 
функции дознавателя в ситуации разбирательства 
обстоятельств кабальной ренты, заключенной 
между 82-летним инвалидом-рентополучателем 
(размер ренты был 500 руб. в месяц за двухкомнат-
ную квартиру в центре Самары стоимостью 5 млн 
руб.) и недобросовестным рентоплательщиком. 
Сотрудница вела дознание в интересах послед-
него, а на депутатский запрос о ее образовании был 
 
получен ответ: «Запрошенная Вами информация об 
образовании сотрудника Л. относится к персональ- 
ным данным и может быть предоставлена только по 
запросу суда. Но из уважения к Вам как известному 
и авторитетному депутату прилагаем копию ди-
плома сотрудника Л.» Оказалось, сотрудник закон-
чил филологический факультет СамГУ и вряд ли об-
ладал правом работать на занимаемой должности. 
Приходится констатировать, что практика тол-
кования понятий «персональные данные», «конфи-
денциальные персональные данные», «служебная 
тайна», «общедоступные персональные данные» 
крайне противоречива. При этом вопросы примене-
ния норм законодательства о персональных данных 
в трудовых (служебных) отношениях вызывают жи-
вой интерес у представителей различных отраслей 
российской правовой науки [2–12]. 
2. Правовое регулирование служебной тайны 
В настоящее время действует множество ве-
домственных нормативно-правовых актов, регули-
рующих различные аспекты защиты служебной 
тайны. Анализ этих актов показывает, что нормы, 
направленные на сохранение конфиденциальности 
служебной информации, регулируют следующие ас-
пекты функционирования государственных и муни-
ципальных органов, учреждений и организаций: 
1) обеспечение доступа к служебной информации; 
2) предоставление государственных и муниципаль-
ных услуг; 3) документооборот и ведение делопро-
изводства; 4) кадровое обеспечение; 5) борьба с 
коррупцией; 6) использование информационных си-
стем; 7) взаимодействие со СМИ; 8) предотвращение 
конфликта интересов. 
Согласно выводам А.А. Антопольского, нормы 
российского законодательства, регулирующего слу-
жебную тайну, не представляют собой единую си-
стему, и таковые нормы, равно и упоминания о слу-
жебной тайне, обнаруживаются во множестве нор-
мативных правовых актов, причем не законодатель-
ного, а ведомственного уровня [13, c. 25]. Более того, 
наблюдается тенденция к нарастанию их количества 
и объема, иными словами, всё более и более пере-
вешивает тенденция сокрытия информации в проти-
вовес тому, что государство выставляет «на витрину» 
своей политико-правовой деятельности.  
В соответствии с ч. 4 ст. 8 Федерального закона 
«Об информации, информационных технологиях и о 
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защите информации»5 ограничение доступа к ин-
формации о деятельности государственных органов 
или органов местного самоуправления может быть 
только в режиме государственной или служебной 
тайны. 
Впрочем, служебной тайны как юридического 
понятия не существует, несмотря на многочислен-
ные попытки законодательно его зафиксировать. Ис-
пользование данного термина в законодательстве 
дало основу для соответствующей доктрины и упо-
требления данного термина в доктринальном 
смысле. Например, ст. 17 Федерального закона «О 
кредитных историях»6 запрещает должностным ли-
цам Банка РФ подвергать огласке или распростране-
нию сведения о своих клиентах. 
На практике возникла также проблема соотно-
шения служебной тайны и сведений конфиденци-
ального характера. Так, Президент РФ указами, а 
Правительство РФ постановлениями могут утвер-
ждать перечень сведений конфиденциального ха-
рактера. При этом к конфиденциальной информа-
ции могут быть отнесены служебные сведения, до-
ступ к которым ограничен, за исключением органов 
государственной власти в той степени, в какой феде-
ральное законодательство провозглашает их дея-
тельность открытой и гласной.  
В известном смысле понятие конфиденциаль-
ной информации совпадает с понятием служебной 
тайны при условии, если понятие служебной тайны 
не трактуется расширительно. Однако в попытке рас-
ширить понятие служебной тайны по сравнению с 
государственной тайной как более узким понятием 
некоторые ученые и практики заходят слишком да-
леко, превращая в служебную тайну едва ли не всю 
сферу полномочий и делопроизводства должност-
ных лиц в органах государственной власти и даже в 
иных государственных и муниципальных структурах 
(учреждениях, организациях), органами власти не 
являющихся.  
В итоге любая хоть сколько-либо значимая ин-
формация не выдается даже сотрудникам указанных 
структур под предлогом служебной тайны, конфиден- 
                                                          
5 Федеральный закон от 27 июля 2006 г. № 149-ФЗ «Об ин-
формации, информационных технологиях и о защите ин-
формации» (ред. от 28 декабря 2013 г.) // Собрание зако-
нодательства Российской Федерации. 2006. № 3 (ч. 1). 
Ст. 3448. 
6 Федеральный закон от 30 декабря 2004 г. № 218-ФЗ «О 
кредитных историях» // Собрание законодательства Рос-
сийской Федерации. 2005. № 1. Ст. 44. 
циальной информации или, наконец, информации 
ограниченного распространения. В законодательстве 
и научной доктрине доельцинского периода вообще 
не было такого понятия, как информация ограничен-
ного распространения. Данное понятие введено По-
становлением Правительства РФ от 3 ноября 1994 г. 
№ 12337, которое, по сути, нормативно подтвердило 
и закрепило различие между государственной тайной 
– с одной стороны, служебной тайной – с другой. По-
ложение ввело перечень сведений, которые не могут 
содержать служебную тайну. 
Вместе с тем данный документ вызывает мно-
жество вопросов как по форме, так и по содержа-
нию. Эти вопросы не разрешены и в его новой редак-
ции, в какой-то мере усложнившей разграничение 
понятий государственной, служебной и коммерче-
ской тайны. 
3. Ситуации, при которых допускалось иска-
жение смысла законодательства о персональных 
данных при его применении 
Персональные данные не относятся ни к госу-
дарственной, ни к служебной тайне, если, конечно, 
речь не идет о лицах, замещающих государственные 
должности Российской Федерации (Президент РФ, 
премьер-министр и министры, депутаты Госдумы и 
члены Совета Федерации, судьи и прокуроры, Упол-
номоченный по правам человека в Российской Фе-
дерации, члены Избирательной комиссии РФ), госу-
дарственные должности субъектов Российской Фе-
дерации (губернатор и т. д.), а также высшие муни-
ципальные должности. 
Однако в реальности находятся люди, включая 
профессиональных юристов, которые, во-первых, от-
носят персональные данные к служебной тайне, во-
вторых, произвольно расширяют понятие конфиден-
циальных персональных данных, причисляя к ним 
буквально все персональные данные. 
В ст. 10 Федерального закона «О противодей-
ствии коррупции»8 дается понятие конфликта инте-
ресов как противоречия между публичным (государ- 
ственным и общественным) и частным интересом 
(личным, узкогрупповым). В научной литературе от- 
7 Постановление Правительства РФ от 3 ноября 1994 г. 
№ 1233 «Об утверждении Положения о порядке обраще-
ния со служебной информацией ограниченного распро-
странения в федеральных органах исполнительной вла-
сти» (в ред. от 20 июля 2012 г.) // Собрание законодатель-
ства Российской Федерации. 2005. № 30. Ст. 3165. 
8 Федеральный закон от 25 декабря 2008 г. № 273-ФЗ «О 
противодействии коррупции» // Собрание законодатель-
ства Российской Федерации. 2008. № 52. Ст. 6228. 
58 
Правоприменение 
2018. Т. 2, № 1. С. 54–62 
ISSN 2542-1514 
 
Law Enforcement Review 
2018, vol. 2, no. 1, pp. 54–62 
мечается, что «конфликт интересов имеет место в 
том случае, если указанное противоречие способно, 
пусть и гипотетически, оказать влияние на решение, 
принимаемое лицом, наделенным в силу его 
должностных (служебных) обязанностей власт-
ными (административными) полномочиям. Дан-
ный признак конфликта интересов называют личной 
заинтересованностью» [14, c. 282]. 
На кафедре государственного и администра-
тивного права Самарского университета возникла 
конфликтная ситуация, связанная с оформлением на 
полставки профессора-совместителя иногороднего 
доктора юридических наук К. (из Москвы). На ка-
федре уже работало двое профессоров по той же 
специальности, причем рангом и заслугами даже 
выше. Иногородний профессор К., не имея ни од-
ного часа аудиторной нагрузки и «дистанционно» 
(выражение заведующего кафедрой) руководя из 
Москвы учебной и производственной практикой сту-
дентов в Самаре в объеме трехсот часов и рецензи-
руя работы, ни разу за два года не появился в самар-
ском вузе. Такая же «льготная» картина складыва-
лась и в отношении еще одного сотрудника С. – до-
цента-совместителя, на этот раз из Самары, с кото-
рым заведующий также заключил «дистанционный» 
договор. Между тем законодательством не преду-
смотрены «дистанционные» трудовые договоры с 
преподавателями, а в указанном вузе отсутствует ди-
станционная форма обучения. 
Конфликтная ситуация была вызвана явным 
нарушением принципов равенства и справедливо-
сти распределения учебной нагрузки на указанной 
кафедре, руководство которой, на наш взгляд, исхо-
дило не из принципов, установленных в законода-
тельстве об образовании, а из личных предпочтений, 
симпатий и антипатий, что само по себе граничит с 
коррупциогенными факторами. 
Преподавателями кафедры была запрошена 
информация об учебной нагрузке сотрудников ка-
федры К. и С., однако ее руководство уклонилось от 
предоставления указанной информации, причем 
даже на письменный запрос последовала «фигура 
умолчания». Ситуация приобретала парадоксаль-
ную форму еще и потому, что совсем недавно, до 
введения электронной формы индивидуальных пла-
нов, они находились на кафедрах в свободном до-
ступе. На первой странице индивидуального плана 
указано, что он принят на заседании кафедры (но-
мер и дата протокола, как правило, в конце августа), 
а на последней странице – что отчет о выполнении 
индивидуального плана, равно как и замечания к 
нему, принят на заседании кафедры (номер и дата 
протокола, как правило, в конце июня). Второй эк-
земпляр индивидуального плана хранится в учеб-
ном отделе. 
Таким образом, рассмотрение на заседании ка-
федры означает, что члены кафедры имеют право 
знать содержание и учебную нагрузку из индивиду-
альных планов коллег, иначе рассмотрение на ка-
федре не имеет никакого смысла, превращается в 
формальность и профанацию. Сама форма индиви-
дуального плана свидетельствует о том, что содер-
жащиеся в них персональные данные – это открытая 
информация. 
В результате преподавателями был сделан 
официальный запрос на имя начальника управления 
обеспечения учебного процесса Самарского универ-
ситета. Ответ гласил, что учебная нагрузка относится 
к персональным данным, а потому не может быть 
разглашена, т. е. предоставлена кому бы то ни было. 
Исходя из ответа, любые персональные данные, в 
том числе учебная нагрузка, могут быть предостав-
лены только с согласия носителя персональных дан-
ных («носитель», профессор К., со ссылкой на заве-
дующего кафедрой, отказался дать «согласие»). Бо-
лее того, ответ заканчивался напоминаем, что «ра-
ботник может быть уволен по инициативе работода-
теля в случае разглашения охраняемой законом 
тайны, ставшей известной работнику в связи с испол-
нением им трудовых обязанностей, в том числе раз-
глашения персональных данных другого работника» 
(п. «в» ст. 81 ТК РФ). 
Исходя из подобного толкования, учебная 
нагрузка преподавателей, которая все предыдущие 
годы находилась в свободном доступе членов ка-
федры, будучи неотъемлемой частью решений ка-
федры о планировании учебной нагрузки и об утвер-
ждении исполнения индивидуальных планов, стала 
относиться к охраняемой законом тайне.  
Естественно, отсутствует федеральный закон, 
который бы относил учебную нагрузку к охраняемой 
законом тайне. Более того, в Федеральном законе 
«О персональных данных», как и в Федеральном за-
коне «Об образовании в Российской Федерации», 
учебная нагрузка даже не отнесена к тем персональ-
ным данным, на обработку которых преподаватель 
должен давать согласие. Учебная нагрузка – это не 
что иное, как общедоступная информация, вытекаю-
щая из принципов коллегиальности управления об-
разовательным процессом, конкурентности образо- 
вания, его открытости и прозрачности, т. е. принци-
пов, установленных в законодательстве об образо- 
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вании. В противном случае, невозможно было бы со-
ставить ни одного расписания студенческих занятий. 
На отказ начальника управления обеспечения 
учебного процесса Самарского университета после-
довало новое обращение сотрудников кафедры, 
просивших ответить: 
1) Не являются ли все виды расписаний учеб-
ных занятий, где указаны учебные часы (следова-
тельно, учебная нагрузка) и фамилии преподавате-
лей, «разглашением» их персональных данных, по-
скольку фамилия, имя и отчество согласно закону яв-
ляются персональными данными? 
2) Для чего учебная нагрузка преподавателей 
принимается решением кафедры, если это «персо-
нальные данные» и «служебная тайна»? 
3) Являются ли члены кафедры «третьими ли-
цами», участвуя в голосовании по принятию учебной 
нагрузки и ее исполнению? Что означает в этой связи 
подписание согласия на обработку персональных 
данных при приеме на работу? 
4) Каким образом сотрудники кафедры могут 
рассматривать на заседании кафедры «вопросы пла-
нирования, организации выполнения, подведения 
итогов работы кафедры, а также кадровые вопросы 
и результаты деятельности отдельных преподава-
телей» (п. 1.11 Положения о кафедре государствен-
ного и административного права), если членам ка-
федры отказывают в предоставлении этой информа-
ции под предлогом служебной тайны?  
Ответ начальника управления обеспечения учеб-
ного процесса Самарского университета был таковым: 
«1. Расписание учебных занятий не является 
разглашением персональных данных. 
2. На заседании кафедры принимается план ра-
боты кафедры с учетом общего числа учебных пору-
чений, видов нагрузки преподавателей. Индивиду-
альный план преподавателя утверждается заведую-
щим кафедрой. 
3. Поясняем, что начальник отдела планирова-
ния и организации учебного процесса и начальник 
управления обеспечения учебного процесса не явля-
ются владельцами процесса хранения и учета индиви-
дуальных планов преподавателей кафедры и не могут 
передать документацию кафедры третьим лицам. За 
индивидуальными планами преподавателей кафедры 
Вы должны обращаться к заведующему кафедрой. 
4. На заседании кафедры сотрудники кафедры 
рассматривают вопросы планирования, организа-
ции, выполнения, подведения итогов работы ка-
федры, а не структуру учебных поручений отдель-
ных преподавателей».  
В результате подобного толкования законода-
тельства круг «замыкается»: заведующий кафедрой 
никак не реагирует на письменные обращения с 
просьбой предоставить информацию об учебной 
нагрузке преподавателей, а структура, хранящая вто-
рые экземпляры индивидуальных планов, отсылает 
к нему же, заведующему кафедрой.  
Подобное толкование искажает смысл локаль-
ных нормативных актов учебного заведения. Так, 
пп. 1 п. 1.4 Положения об обработке персональных 
данных работников Самарского университета (при-
нято Ученым светом вуза 30 июня 2017 г.) вслед за 
Федеральным законом «О персональных данных» 
гласит о том, что «любая информация, относящаяся 
к прямо или косвенно определенному или опреде-
ляемому физическому лицу (субъекту персональных 
данных)», есть персональные данные.  
Но не любые персональные данные являются 
конфиденциальными и охраняемыми законом. В 
пп. 21 п. 1.4 названного Положения говорится: «…об-
щедоступные персональные данные – персональ-
ные данные, доступ неограниченного круга лиц к ко-
торым предоставлен с согласия субъекта персональ-
ных данных или на которые в соответствии с феде-
ральными законами не распространяется требова-
ние соблюдения конфиденциальности». 
Иными словами, если ни в одном федеральном 
законе те или иные персональные данные не 
названы конфиденциальными, то они таковыми и не 
являются, а являются, напротив, общедоступными. 
Следует согласиться с выводами экспертного 
заключения по обозначенной конфликтной ситуа-
ции, которое предоставил заведующий кафедрой 
государственного и муниципального права Омского 
государственного университета им. Ф.М. Достоев-
ского, Заслуженный юрист Российской Федерации, 
доктор юридических наук, профессор А.Н. Костюков:  
«1. Если в Положении о кафедре сказано, что на 
заседании кафедры рассматриваются “вопросы пла-
нирования, организации выполнения, подведения 
итогов работы кафедры, а также кадровые вопросы 
и результаты деятельности отдельных преподавате-
лей” (п. 1.11 Положения о кафедре государственного 
и административного права), то кафедра не может 
выполнять свою компетенцию в случае, если членам 
кафедры отказывают в предоставлении соответству-
ющей информации. Аналогичные положения при-
сутствуют в других вузах, и вряд ли были случаи, ко- 
гда преподавателям кафедры отказывают в предо-
ставлении этой рабочей информации. 
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2. Учебная нагрузка преподавателей кафедры 
не относится к охраняемой законом государствен-
ной или служебной тайне. Федерального закона, ко-
торый бы относил учебную нагрузку преподавателей 
к какой-либо тайне, не существует. 
3. Учебная нагрузка преподавателей кафедры 
не относится и не может относиться к персональным 
данным, ибо в перечень охраняемых законом персо-
нальных данных учебная нагрузка преподавателей 
не входит. Педагогическая нагрузка представляет со-
бой не персональные, а служебные данные, точно 
так же, как служебные данные используются при со-
ставлении расписания занятий студентов и других 
открытых сведений. 
4. Дополнительного согласия (санкции) заведу-
ющего кафедрой на предоставление учебной 
нагрузки членов кафедры не требуется, поскольку 
это входит в функциональные обязанности секре-
таря кафедры. До процесса компьютеризации, пере-
вода в электронный вид индивидуальных планов 
преподавателей все индивидуальные планы нахо-
дились на кафедре в свободном доступе, никакой 
тайны в них никогда не было. Поэтому отказ секре-
таря кафедры в предоставлении членам кафедры 
учебной нагрузки коллег по кафедре незаконен. 
5. Отказ заведующего кафедрой в предоставле-
нии учебной нагрузки каких-либо преподавателей 
кафедры ее членам под каким бы то ни было пред-
логом является незаконным.  
6. Более того, за формирование нагрузки отве-
чает заведующий кафедрой, и он отвечает не только 
перед руководством вуза, но и перед возглавляемой 
им кафедрой. Понимать формулу, согласно которой 
заведующий кафедрой ответственен за формирова-
ние учебной нагрузки на кафедре, таким образом, 
что это исключительно его прерогатива, в которую 
никто не вправе вмешиваться и никто не вправе кон-
тролировать, совершенно неправильно».  
Данное заключение вселяет оптимизм, что по-
добные злоупотребления понятием «персональные 
данные» не получат массового распространения, по-
скольку расширительное толкование законодатель-
ства о персональных данных, особенно в сфере выс-
шего образования, способствует процветанию кор-
рупциогенных факторов в вузах.  
Названная конфликтная ситуация получила 
освещение в прессе9, а отклики из других вузов на 
публикацию позволяют сделать вывод о широком 
распространении освещенных проблем по всей 
России. 
5. Выводы 
Необходимо указать всем российским вузам на 
недопустимость расширительного толкования пер-
сональных данных конфиденциального содержа-
ния, на недопустимость нарушения принципов спра-
ведливости и открытости при распределении 
нагрузки между членами кафедры, поскольку сокры-
тие данной информации от коллег порождает не 
только конфликт интересов, но и деморализует сти-
мулы профессионального совершенствования и 
научного роста, девальвирует высшее образование в 
целом, его качество и престиж. 
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