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En la actualidad el internet es la herramienta más utilizada alrededor del mundo, por lo que el 
conectarse a una red se ha convertido en una necesidad. La enorme cantidad de usuarios que 
se conectan al internet para transferir información, conlleva la necesidad de que las conexiones 
sean cada vez más rápidas, es por esto que se está trabajando en una nueva norma, el 
estándar IEEE802.11ac que es la modificación a la norma IEEE 802.11. Esta propuesta 
consiste en modificar la norma IEEE 802.11n para aumentar la velocidad de transferencia 
hasta 1 Gbit/s dentro de la banda de 5 GHz. La finalidad de este estudio es saber cómo afecta 
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la variación de parámetros de operación en el funcionamiento de las capas física y MAC del 
estándar IEEE-802.11ac. Asimismo, se evalúa su operación bajo diversas condiciones y 
parámetros.  
Palabras Claves: BER, capa MAC, MIMO, OFDM, Redes inalámbricas 
 
1. Introducción 
En los últimos años se ha producido un crecimiento espectacular en lo referente al desarrollo 
y aceptación de las comunicaciones móviles y en concreto de las redes de área local (Wireless 
LANs). La función principal de este tipo de redes es proporcionar conectividad y acceso a las 
redes cableadas tradicionales, pero con la flexibilidad y movilidad que ofrecen las 
comunicaciones inalámbricas. El momento decisivo para la consolidación de estos sistemas 
fue la conclusión del estándar IEEE 802.11 en junio de 1997 [1]. En este estándar se 
encuentran las especificaciones tanto físicas como a nivel MAC que hay que tener en cuenta 
a la hora de implementar una red de área local inalámbrica [2]. La norma 802.11 ha sufrido 
diferentes extensiones [5]. El objetivo fundamental de las redes WLAN es el de proporcionar 
las facilidades no disponibles en los sistemas cableados y formar una red total donde coexistan 
los dos tipos de sistemas  
La finalidad de este proyecto es hacer un análisis de la eficiencia de funcionamiento de las 
capas física y MAC para las redes IEEE-802.1ac con el fin de establecer una comunicación en 
una red. Las capas MAC y física de este estándar tienen como característica sobresaliente 
que son configurables y reconfigurables [12]. Lo que significa que se puede modificar su 
funcionamiento de acuerdo a diversos parámetros; la velocidad requerida, el estado del canal 
de comunicación, los recursos disponibles, la cantidad de usuarios, la cantidad de entradas, la 
cantidad de salidas, el nivel de seguridad establecida, entre otros parámetros y condiciones. 
La gran diversidad de parámetros, variables y funciones a manejar por la capa MAC, requiere 
que se evalúe su funcionamiento bajo diversos esquemas y supuestos. Para obtener una idea 
de su capacidad real. Además, compararla con las versiones de capa MAC que la preceden. 
Asimismo, será necesario evaluar el mecanismo de agregación de tramas del estándar con 
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diversos parámetros de operación con el fin de obtener información sobre que tanto afecta este 
mecanismo en la velocidad de los enlaces. 
 
2. Estándar 802.11ac 
2.1. El estándar 802.11 
Cuando apareció el primer estándar de red inalámbrica, se hizo necesario nombrarlo y ya que 
todos los otros estándares de LAN habían tenido números como 802.1, 802.2, y 802.3, hasta 
802.10. Entonces el primer estándar de LAN inalámbrica fue apodado 802.11. Un nombre 
coloquial común con el cual es conocido es WiFi. El primer problema era encontrar una banda 
de frecuencia adecuada que estaba disponible, preferiblemente en todo el mundo. El enfoque 
adoptado fue lo contrario de que utilizan en redes de telefonía móvil. En lugar de caro, espectro 
con licencia, los sistemas 802,11 operan en bandas sin licencia, tales como la ISM (Industrial, 
Científica y Médica). Estas bandas definidas por la UIT-R (por ejemplo, 902-928 MHz, 2.4 a 
2.5 GHz, 5,725-5,825 GHz). Todos los dispositivos están autorizados a utilizar este espectro, 
siempre que limitan su potencia de transmisión para permitir que diferentes dispositivos 
coexisten. Esto significa que los radios 802.11 pueden encontrarse compitiendo con los 
teléfonos inalámbricos, apertura de puertas de garaje, y hornos de microondas. 
Las redes 802.11 se componen de los clientes, tales como ordenadores portátiles y teléfonos 
móviles, e infraestructura denominada AP (puntos de acceso) que se instala en los edificios. 
Los puntos de acceso a veces se llaman estaciones de base. Los puntos de acceso se 
conectan a la red cableada y todas las comunicaciones entre clientes pasa a través de un 
punto de acceso. Es También es posible que los clientes que están en el rango de radio para 
hablar directamente, como dos computadoras en una oficina sin un punto de acceso. Este 
arreglo se llama red Ad hoc. Se utiliza con menor frecuencia que el modo de punto de acceso. 
La transmisión 802.11 se complica por las condiciones del canal inalámbrico que varían con 
incluso pequeños cambios en el medio ambiente. En las frecuencias utilizadas para 802.11, 
las señales de radio pueden ser reflejadas por los objetos sólidos para que varios ecos de una 
transmisión puede llegar a un receptor a lo largo de caminos diferentes. Los ecos pueden 
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cancelar o reforzar entre sí, haciendo que la señal recibida a fluctuar enormemente. Este 
fenómeno es llamado desvanecimiento por trayectos múltiples.  
La idea clave para la superación de las condiciones inalámbricas variables es la diversidad de 
trayectos, o el envío de información a lo largo de múltiples caminos independientes. De esta 
manera, las diferentes versiones de 802.11 han utilizado todas estas técnicas. La versión inicial 
(1997) del estándar define una red LAN inalámbrica que alcanzaba una velocidad de 1 Mbps 
o 2 Mbps, con salto de frecuencias o la propagación de la señal a través del espectro permitido. 
Casi de inmediato, la gente se quejaba de que era demasiado lento, por lo que se inició el 
trabajo para normas más rápidas. El diseño de espectro ensanchado se convirtió en el (1999) 
estándar 802.11b funcionando a velocidades de hasta 11 Mbps. El 802.11a (1999) y 802.11g 
(2003). La norma cambió a un esquema de modulación diferente llamado OFDM (Orthogonal 
Frequency Division Multiplexing). Se divide una banda ancha de espectro en muchos bandas 
estrechas sobre las que bits diferentes se envían en paralelo. Esta mejora de esquema, 
impulsó las tasas de bits 802.11a / g hasta 54 Mbps. 
Eso es un aumento significativo, pero la gente todavía quería más rendimiento para soportar 
aplicaciones más exigentes. La última versión es la 802.11n (2009). Se utiliza bandas de 
frecuencia más amplias y hasta cuatro antenas por nodo para lograr velocidades de hasta 450 
Mbps. Desde que la red inalámbrica es inherentemente un medio de difusión, los radios 802.11 
también tienen que tratar con el problema de que múltiples transmisiones que se envían al 
mismo tiempo colisionen, lo que puede interferir con la recepción. Para manejar este problema, 
802.11 utiliza un esquema CSMA (Acceso Múltiple por Detección de Portadora) que se basa 
en las ideas del Ethernet clásico por cable, que, irónicamente, sacó de una red inalámbrica 
desarrollada en Hawaii y que se llamó ALOHA. En este esquema los nodos de red esperan un 
breve intervalo aleatorio antes de transmitir y aplazan sus transmisiones si oyen que alguien 
demás ya está transmitiendo. Este esquema hace que sea menos probable que dos 
ordenadores enviarán al mismo tiempo. No funciona tan bien como en el caso de las redes 
cableadas. Sin embargo. Para ver por qué, examinemos un ejemplo. Supongamos que un 
equipo A está transmitiendo a un equipo B, pero el alcance de la radio del transmisor de A es 
demasiado corta para llegar a una computadora C. Si C quiere transmitir a B puede escuchar 
antes de empezar, pero el hecho de que no oye nada no quiere decir que su transmisión será 
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un éxito. La incapacidad de C escuchar A antes de comenzar hace que algunas colisiones se 
produzcan. Después de una colisión, el emisor espera entonces otro tiempo aleatorio más 
largo y retransmite el paquete. A pesar de esto y algunas otras cuestiones, el esquema 
funciona suficientemente bien en la práctica. 
La mayor parte de las características de estándar IEEE 802.11n se han incorporado en el IEEE 
802.11ac. Esto incluye el uso de tamaños de constelación de 64 QAM y dos anchos de banda 
(20 MHz y 40 MHz). MIMO es uno de los principales agregados de la capa física de 802.11n, 
todavía se utiliza. El uso de MIMO permite la transmisión simultánea de hasta cuatro flujos 
espaciales hacia una estación en particular.  
 
2.2. Características del protocolo 802.11ac 
a) Aumento del tamaño de la constelación y el número de secuencias espaciales. 
El estándar IEEE 802.11ac se ha definido para permitir transmisiones en el orden de los 
gigabits en la banda de 5 GHz. Uno de los métodos naturales mediante el cual es posible el 
aumento de las velocidades de datos, es aumentar al máximo el tamaño de la constelación a 
256 QAM [11] [12]. Sin embargo, con esto la ganancia no es suficiente para cumplir con los 
objetivos fijados, se requiere multiplicar la velocidad de datos alcanzable a través de aumentar 
al máximo número de flujos espaciales a ocho. Esto implica el aumento del número de cadenas 
paralelas de codificación y también el número de cadenas de front-end, lo que hace a esta 
solución relativamente costosa [13]. 
b) Canalización adicional: Una alternativa de menor costo para alcanzar mayor velocidad es la 
ampliación del ancho de banda utilizado. El cambio de 20 MHz a 40 MHz es extendido a 80 
MHz y hasta 160 MHz, con el fin de prácticamente duplicar o cuadriplicar las velocidades de 
datos posibles  
c) MU – MIMO: Así como MIMO era la nueva técnica de 802.11n, MU-MIMO es la de 802.11ac. 
Un AP puede transmitir simultáneamente grupos independientes de flujos de datos a varios 
nodos. Se puede por lo tanto hacer uso de un canal de acceso para transmitir datos unicast a 
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un grupo de estaciones. Hasta cuatro grupos independientes de los flujos pueden ser 
transmitidos. Las antenas disponibles en el AP pueden, por lo tanto, ser utilizadas para 
aumentar la eficiencia del sistema. No hay indicación explícita de que técnica de pre-
codificación se utilizará para transmisiones MU - MIMO en el estándar 802.11ac. Sin embargo 
la CTI entre las estaciones debe reducirse al mínimo. Se ha elegido el bloque de 
diagonalización técnica de pre-codificación, debido a su buen equilibrio entre rendimiento y 
complejidad que ofrece. Este esquema intenta cancelar CTI a través de la técnica de forzado 
a cero. Se simplifica la pre-codificación con inversión de canal para estaciones de antenas 
individuales.  
 
2.3. Características de la capa MAC 
1) El aumento de las velocidades de datos de la capa física en 802.11ac, comparado con los 
estándares anteriores, implica un mayor tamaño de paquete de capa MAC, por lo que la 
eficiencia se reduce considerablemente. La solución a esto es agregación de capa MAC. En 
802.11ac, se utilizan servicios agregados de unidades de datos, así como servicios agregados 
de paquetes de datos, ambos con tamaños máximos incrementados para una mayor eficacia 
[14]. 
2) El uso de MU-MIMO implica pre-codificación de las secuencias de bits a enviar a cada nodo 
y por lo tanto, tener un conocimiento preciso de sus canales de comunicación. Esto se hace a 
través de la retroalimentación del canal explícito. Tramas especiales, que son adicionales a los 
datos, son enviados con el fin de retroalimentar el estado del canal y enviar esta información 
al AP. Otra implicación es que los grupos de nodos han de ser definido por el AP. Esto está 
basado en que los nodos reciben su información de las tramas MU-MIMO. Por último, el 
procedimiento de reconocimiento es también adaptado para permitir a los nodos destino 
reconocer las tramas recibidas. 
Sondeo de canal y retroalimentación en IEEE 802.11ac. Observando más de cerca el sondeo 
de canal y el protocolo de realimentación en 802.11ac. En el estándar anterior 802.11n, la 
multiplicidad de opciones para el protocolo de sondeo ha hecho las cosas más difíciles para la 
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interoperabilidad al usar técnicas de formación de haz (BF). Por consiguiente, 802.11ac utiliza 
un protocolo único, basado en el uso de un paquete de datos nula (PND) para el sondeo de 
canal y matrices de formación de haz comprimidas para la retroalimentación del estado de 
canal [16].  
 
2.4. Simulación del estándar 802.11ac 
El simulador que se utilizó fue construido para el protocolo 8021.11n. Este simulador está 
disponible como software de uso libre. Sin embargo con algunas modificaciones puede ser 
utilizado también para simular partes del protocolo 802.11ac. Este simulador básicamente 
consiste en un sistema con modulación OFDM y un sistema MIMO con cuatro canales 
espaciales. Su funcionamiento es el siguiente; se modula la señal con una secuencia de bits 
generada aleatoriamente, luego la señal se convierte en una señal multi-portadora OFDM la 
cual transmitirá múltiples secuencias del flujo de datos. A su vez estas señales se dividen y 
se envían por las diferentes antenas. En el proceso de modulación OFDM, una vez que la 
señal pasa por la IFFT, enseguida pasará por CSD2 (prefijo cíclico) para atenuar los efectos 
de la interferencia entre símbolos (ISI). Una vez que se ha agregado el prefijo cíclico, se 
enviarán las señales por tramas OFDM multi-canalizadas. Esta trama se encargará de enviar 
un conjunto de ondas portadoras de diferentes frecuencias. Las modificaciones al estándar 
fueron principalmente en esta área. Por ejemplo, una vez que se hicieron los cambios 
requeridos a la señal portadora, esta señal es pasada por el canal de comunicación (TGn) 
donde se definen el modelo de canal y el tamaño de la dispersión, probabilidad de error, 
numero taps (dispersión del efecto Doppler), retardo, filtro de canal, varianza del ruido, AWGN 
(ruido aditivo blanco gaussiano), ruido aditivo, ruido al canal, relación señal ruido (SNR) y la 
señal ruido (SNR) para la curva PER (Packet Error Rate). 
Cuando se han realizado los cálculos necesarios viene el proceso inverso para recuperar la 
señal comenzando por el trama de OFDM la cual sirve para separar la señal multi-canalizada 
anteriormente, luego remueve el prefijo cíclico aplicado antes para quitar la interferencia entre 
símbolos, enseguida se le aplica la FFT (transformada rápida de Fourier) para pasar la señal 
al dominio de la frecuencia, cuando se pasa la señal se procede a remover los ceros, para 
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después pasarla a la detección MIMO donde se esparce la potencia de transmisión total de 
las antenas aumentando la matriz para mejorar la eficiencia espectral (más bits por segundo 
de ancho de banda) y mejorar la confiabilidad del enlace. Una vez que pasa por el proceso 
MIMO se envía al desranurado de trama OFDM, donde se convierten las portadoras de datos 
paralelos en portadoras serie. Enseguida se pasa al demodulador donde se extraerá la señal 
original.  
 
3. Resultados  
Para poder hacer una comparación de la operación entre los protocolos 802.11n y 802.11ac, 
se utilizó el ruteador Netgear ac1900 y el adaptador EnGenius EUB1200AC, para poder medir 
la velocidad del protocolo 802.11ac en la frecuencia de los 5 GHz. En la PC se usaron los 
medidores de ancho de banda de Internet de los servidores de Axtel, Speed y SpeedTest. 
Estos medidores se usaron después de probar otros medidores y se encontró que estos son 
los que tienen más similitud en sus mediciones. Se decidió tomar las medidas en diferentes 
días y a diferente hora para analizar su comportamiento con respecto a la variación de tráfico. 
Las Figs 1 y 2 muestran las mediciones hechas con el protocolo IEEE-802.11n para ser 
comparados con las mediciones hechas con el protocolo IEEE-802.11ac. Aunque se puede 
inferir de los resultados de las mediciones que la administración de red tiene límites de 
velocidad predeterminados, tanto para subida como para bajada de datos. Las Figs 3 y 4 
muestran las mediciones sobre la bajada de datos para los tres medidores en otro día y hora. 
Para tratar de mostrar cómo afecta el tráfico general de la red en las mediciones.    
 
Pistas Educativas, No. 108, Octubre 2014. México, Instituto Tecnológico de Celaya. 
 
Pistas Educativas Año XXXV   -   ISSN 1405-1249 
Certificado de Licitud de Título 6216; Certificado de Licitud de Contenido 4777; Expediente de Reserva 6 98 92  ~1475~ 
 
 
Fig. 1. Velocidad de bajada con los tres medidores. 
 
 
Fig. 2. Velocidad de subida con los tres medidores. 
 
Se hizo una adaptación a un simulador del protocolo IEEE-802.11n al protocolo IEEE-
802.11ac, esta adaptación consistió en actualizar el modelo de canal (TGn) del n al ac. El TGn 
contiene los valores de potencia y retardo que simulan la variación del canal inalámbrico. El 
resto del simulador no cambia. El funcionamiento de simulador fue explicado brevemente en 
la sección 2.4. La Fig. 5 muestra la variación de la relación señal a ruido en el simulador con 
respecto al tiempo. En la Fig. 5 se puede observar que hay una variación dependiente del 
tiempo de simulación. Esto puede afectar los resultados de salida del simulador. Sin embargo, 
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Fig. 3. Velocidad de bajada con los tres medidores en diferente día y hora. 
 
 
Fig. 4. Velocidad de bajada con los tres medidores en diferente día y hora. 
 
La Fig. 6 muestra la relación señal a ruido de diferentes tiempos de simulación. Relacionado 
con lo expuesto en la Fig. 5, conforme avanza el tiempo de simulación hay una disminución en 
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Fig. 5. Variación de la relación señal a ruido SNR del sistema con el tiempo. 
 
La Fig. 7, muestra el BER para diferentes tiempos de simulación. Aquí se observa que hay una 
relativa estabilidad del BER con respecto al tiempo. Las Figs 6 y 7 comparan las mismas 
condiciones para los protocolos n y ac. Aquí se observa que el funcionamiento del ac es mucho 
mejor bajo las mismas condiciones.  
 
 
Fig. 6. Relación de bits en error BER para diferentes tiempos. 
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Fig. 7. Relación de bits en error BER para diferentes tiempos. 
 
4. Conclusiones 
Se realizó una simulación con un modelo 802.11n y se obtuvieron algunos resultados. Estos 
resultados se compararon con la misma simulación con el modelo 802.11ac después de 
hacerle las actualizaciones necesarias. En los resultados de relación señal a ruido entre los 
modelos 802.11n y ac. La probabilidad de error es menor en el modelo ac bajo las mismas 
condiciones. En las simulaciones de probabilidad de error por bit, también bajó para el 
protocolo 802.11ac comparado con el n. Esto puede deberse a que el número de derivaciones 
en el TGn es mayor en el modelo 802.11ac y proporciona mayor desvanecimiento, lo cual es 
una características que favorece a los sistemas MIMO. 
En cuanto a las velocidades de carga y descarga, se puede notar que son muy variables, ya 
que dependen de diferentes variables como día y hora, no tanto del protocolo con el que esté 
funcionando, aunque no se llegó a los 100 Mbps, si alcanzo una velocidad máxima de 43.58 
Mbps usando los adaptadores para el protocolo 802.11ac, mientras que el más alto fue de 23 
Mbps en el protocolo 802.11n. Una desventaja del protocolo 802.11ac es una pérdida de 
potencia mayor que la de 802.11n, por lo no que alcanza distancias mayores. No fue posible 
probar la nueva característica de 802.11ac de MU-MIMO quedando esta como una de las 
posibles mejoras que se le pueden hacer a esta investigación. 
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