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Abstract: Smart Fitness bezeichnet die digitale Erfassung individualisierter Fitness- und 
Lifestyledaten mit Hilfe von Wearables, Smartwatches, Apps und anderen Instrumenten. 
Die so generierten Daten sind für eine Reihe von Akteure wie Sportartikelhersteller, Phar-
maunternehmen, Arbeitgeber sowie insbesondere auch Krankenversicherungen ökono-
misch interessant. Wegen der hohen Aktualität sowohl des gesellschaftlichen Trends zur 
Selbstvermessung und -optimierung als auch der Verwendung personalisierter Daten im 
Zuge der Digitalisierung handelt es sich um ein dynamisch wachsendes und sich entwi-
ckelndes Gebiet, welches aber bisher kaum aus einer ökonomischen Perspektive untersucht 
wurde. In dem vorliegenden Beitrag wenden wir die ökonomische Theorie personalisierter 
Daten auf das Phänomen Smart Fitness an und leiten mögliche Effekte her, insbesondere 
auch für die Konsumentenwohlfahrt. Außerdem präsentieren wir eine nicht-repräsentative 
empirische Studie, welche einen ersten Einblick ermöglicht und dabei helfen kann, die em-
pirisch relevanten Theorierichtungen zu identifizieren. Dabei stellen wir Bereiche heraus, in 
denen eher positive Wohlfahrtswirkungen zu erwarten sind, aber betonen auch solche, wo 
Wohlfahrtsgefahren lauern und daher Regulierungsrechtfertigungen bestehen. Letzteres 
gilt insbesondere, wenn personalisierte Fitness- und Lebensstildaten für die Individualisie-
rung von Krankenversicherungstarifen oder Karriereentscheidungen durch Arbeitgeber 
verwendet werden. 
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Die Digitalisierung ergreift zunehmend mehr Lebensbereiche. Mit ihr einher geht in 
den meisten Fällen eine wachsende Bereitstellung sowie wachsende ökonomische 
Verwendungsmöglichkeiten von Nutzerdaten. Diese Phänomene haben sich in der 
aktuell viel diskutierten Ökonomik personalisierter Daten („economics of privacy 
and data“) niedergeschlagen und zahlreiche Anwendungsbereiche gefunden. Vor 
diesem Hintergrund erlangt die Erfassung von Daten über die individuelle Fitness 
und damit zusammenhängende gesundheitsbezogene Daten eine wachsende Be-
deutung, so dass auch in der Sport- und Gesundheitsbranche ein Datenmarkt ent-
standen ist. Hierbei sind Sport- und Gesundheitsdaten für Akteure wie Sportarti-
kelanbieter und -hersteller, Pharmaunternehmen, Arbeitgeber sowie insbesondere 
auch Krankenversicherungen lohnenswert und bergen ein erhebliches Profitpoten-
zial. Aufgrund der hohen Aktualität ist dabei insbesondere die individuelle Preisge-
staltung von Versicherungstarifen von Interesse. Smart Fitness bedeutet in diesem 
Zusammenhang die Generierung individualisierter Sport- und Gesundheitsdaten 
mithilfe von beispielsweise Wearables, Smartwatches oder auf dem Smartphone 
installierten Apps. Damit werden von den Nutzern Daten über ihre Fitnessaktivität 
sowie generell über ihren Lebensstil generiert, welche vergleichsweise tief in die 
Privatsphäre der Nutzer hineinreichen. Dieses Feld ist in der wirtschaftswissen-
schaftlichen Literatur bisher kaum analysiert worden, obwohl es erhebliche ökono-
mische Potenziale – in positivem wie im negativen Sinne – birgt.  
 
Der vorliegende Beitrag widmet sich der ökonomischen Analyse von Smart Fitness 
aus der Perspektive der Ökonomik personalisierter Daten. Damit soll nicht behaup-
tet werden, dass andere disziplinäre Dimensionen dieser Problematik weniger rele-
vant wären, sondern lediglich der Fokus der vorliegenden Partialanalyse transparent 
gemacht werden. Abschnitt 2 liefert zunächst einen Überblick über die ökonomi-
sche Theorie personalisierter Daten (2.1), beschreibt dann den gegenwärtigen ge-
sellschaftlichen Trend der Selbstvermessung und -optimierung (2.2) bevor detailliert 
auf die Nutzung personalisierter Daten zu (mindestens auch) ökonomischen Zwe-
cken durch verschiedenen Akteure (Sportartikelhersteller, Krankenversicherungen, 





gen ökonomischen Theorie mögliche ökonomische Effekte der Nutzung der durch 
Smart Fitness generierten Daten analysiert (2.4). Abschnitt 3 stellt eine empirische 
Studie zur Thematik vor (3.1), vergleicht diese mit anderen, meist aus der Industrie 
stammenden Studien (3.2) und zieht schließlich Schlussfolgerungen aus dem – 
recht vorläufigen – empirischen Bild auf die aus der Theorie hergeleiteten ökonomi-
schen Effekte (3.3). Abschnitt 4 zieht ein knappes Fazit. 
 
2. Ökonomische Theorie personalisierter Daten und Smart Fitness 
2.1 Überblick: Ökonomische Theorie personalisierter Daten 
Personalisierte Daten können (mindestens) in drei unterschiedlichen Arten und Wei-
sen ökonomisch relevant sein. Erstens, kann die Bereitstellung von persönlichen 
Daten durch individuelle Konsumenten und die Nutzung dieser Daten durch Anbie-
ter Teil einer Markttransaktion sein, bei der ein anderes Gut (eine andere Sache o-
der eine andere Dienstleistung) im Zentrum steht. Beispielsweise können Soziale 
Medien Dienstleistungen zum Preis von null gegen die Bereitstellung persönlicher 
Daten offeriert werden (beispielsweise Facebook inklusive WhatsApp und Insta-
gram) oder Güter werden vergleichsweise günstiger angeboten, weil neben dem 
monetären Preis noch persönliche Daten zur Verfügung gestellt werden (beispiels-
weise Amazon)1. In gewisser Weise werden Daten hier also zu einem Zahlungsmit-
tel. Zweitens können Daten selbst Gegenstand von Markttransaktionen sein, wenn 
Daten Dritter (beispielsweise in großen Paketen) veräußert werden. Der Verkauf 
großer Emailadressendatenbänke an Serienwerber wäre hier ein Beispiel. Drittens 
entstehen Märkte für Datentechnologien und zwar sowohl solcher, welche das Da-
tensammeln und -verwerten (tracking technologies) ermöglichen als auch solcher, 
welche die persönlichen Daten eines Internetnutzers schützen (privacy-enhancing 
technologies). 
 
Die ersten ökonomischen Abhandlungen zur Thematik Datenschutz und Privacy tre-
ten in den 1970er und Anfang der 1980er Jahre in Erscheinung, wobei Hirshleifer 
                                                          
1  Das günstigere Angebot kann sich neben dem eigentlichen Preis auch auf zum Gesamtangebot 
dazugehörige Services wie beispielsweise datenbasierte Such- und Empfehlungsdienstleistun-
gen oder auf Gütereigenschaften (im Sinne einer präferenzgerechten Ausgestaltung) beziehen.  
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(1971, 1980) sowie Posner (1978, 1981) und Stigler (1961, 1980) als Pioniere und 
Begründer gelten. Für Posner und Stigler stehen Ineffizienzen im Mittelpunkt der 
Betrachtung, die daraus resultieren, dass asymmetrische Informationen zu Gunsten 
der Kunden und zu Lasten der Anbieter vorliegen. Posner (1978: 393-422) betont, 
dass Anreize bestehen, nicht wahrheitsgetreue Informationen zu veröffentlichen 
bzw. wesentliche wichtige Informationen zu verheimlichen. Werden jedoch poten-
ziell relevante Informationen gegenüber Marktakteuren zurückgehalten, führt dies 
zwangsläufig zu Ineffizienzen auf dem Markt in dem Sinne, dass die Bedingung 
vollständiger Informationen verletzt wird. Unweigerlich führt in dieser Sichtweise 
ein Schutz der Privatsphäre zu einer Verringerung der Markteffizienz, da aufgrund 
der reduzierten Informationsmenge eine optimale Ressourcenallokation nicht statt-
finden kann (Posner 1980: 2, 5). Gleichermaßen argumentiert Stigler, dass ein Ein-
griff in den Markt für persönliche Daten nicht effizient sein kann. Asymmetrische 
Informationen zu Gunsten der Inhaber personalisierter Daten führten zu einer se-
lektiven Offenlegung derselben, welche zu Verzerrungen führten. Stigler (1980: 
623-644) bedient sich dabei des Beispiels des Kreditmarktes. Ein Individuum, wel-
ches ein Darlehen aufnehmen möchte und dessen Kreditwürdigkeit sehr positiv ist, 
möchte diese Informationen sehr gerne preisgeben. Demgegenüber würde ein Indi-
viduum, dessen vergangene Kreditverläufe sehr negativ aussehen, diese Informati-
on selbstverständlich verbergen. Mithin führt Datenschutz zu einer ineffizienten 
Verzerrung des Marktgleichgewichts. Folglich sind beide Autoren der Ansicht, dass 
Datenschutz nicht erforderlich sei, da die Menschen in einer freien Marktwirtschaft 
stets rationale Entscheidungen treffen. Im Gegenteil, aufgrund asymmetrischer In-
formationen zu Gunsten der Dateninhaber führt Datenschutz zu ineffizienten 
Marktergebnissen. Hingegen thematisiert Hirshleifer (1971, 1980) zum einen die 
Gefahr ineffizienter Überinvestition in das Sammeln personalisierter Daten (d.h. die 
aggregierten Kosten der Signalling- und Screeningaktivitäten übersteigen den ag-
gregierten Nutzen der Verwendung der gewonnenen Informationen; Acquisti et al. 
2016) und bezweifelt zum anderen, dass persönliche Informationen einen gesell-
schaftlichen Wert haben, da ihre Nutzung lediglich eine redistributive Wirkung hat 





fekte. Zudem kritisiert er die Argumentation von Posner und Stigler als zu rationa-
listisch und der Komplexität des Themas Privacy nicht gerecht werdend.2 
 
Im Zuge weitreichender Fortschritte in der digitalen Informationstechnologie wurde 
die Thematik von Datenschutz und Privatheit, insbesondere durch die Zunahme und 
Verbreitung elektronischer Datenbanken und Personalcomputer, dem Aufkommen 
des Internets und der Ausbreitung von E-Mails sowie der Digitalisierung und Breit-
bandtechnologie, erneut in den Blickpunkt der Wissenschaftler gerückt (Acquisti et 
al. 2016: 451). Varian (1996) erweitert die Argumentation von Stigler und Posner 
um die Sorge bezüglich der sekundären Nutzung personalisierter Daten. Einerseits 
läge es nicht im Interesse der Verbraucher, jedwede Verbreitung von persönlichen 
Informationen zu verhindern, da mit deren Hilfe präferenzgerechtere Dienstleistun-
gen für die Konsumenten entwickelt und Transaktionskosten (beispielsweise über 
datenbasierte Such- und Empfehlungsservices) gesenkt werden könnten. Auch ge-
zielte Werbung (targeted advertising) mit Inhalten, welche den Konsumenten mit 
großer Wahrscheinlichkeit auch interessieren würden, könnte vorteilhaft sein. An-
dererseits könnte die mögliche sekundäre Nutzung von Informationen negative Ex-
ternalitäten verursachen. Unter sekundären Nutzungen wird die Weitergabe von 
personalisierten Daten an Dritte verstanden, wenn also beispielsweise die im Zuge 
einer Transaktion gesammelten Kundendaten durch den Datensammler an Dritte 
weiterveräußert werden. Marktteilnehmer könnten personalisierte Daten folglich 
für Zwecke verwenden, die vorab nicht vereinbart worden sind, und damit eine ra-
tionale Entscheidung der Konsumenten zur freiwilligen Herausgabe ihrer Daten ver-
zerren. Genau wie Stigler und Posner steht für Varian aber insbesondere die Gefahr 
im Zentrum, dass zu wenig personalisierte Daten für ein wohlfahrtsmaximierendes 
Gleichgewicht freiwillig bereitgestellt werden. Nicht zufällig verweist er dabei wie-
derum auf den Fall asymmetrischer Informationen zu Lasten des Anbieters, welche 
durch die freiwillige Offenbarung personalisierter Daten gemildert werden könnten: 
ein Versicherungskunde wird die Information ein Raucher zu sein für den Abschluss 
einer Lebensversicherung nicht offenbaren wollen, da diese den Preis der Versiche-
rung beeinflussen könnte. Ein Nicht-Raucher wäre dahingehend bereit diese Infor-
                                                          
2  Ähnlich, aber auf modelltheoretischer Grundlage Daughety & Reinganum (2010). 
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mation zu teilen. Die Herausforderung läge also darin, Anreizsysteme zu schaffen, 
durch welche personalisierte Daten (freiwillig) preisgegeben werden (Varian 1996: 
2, 5). Hier wären Märkte für personalisierte Daten vorstellbar, auf denen rationale 
Akteure pareto-superiore Transaktionen abschließen (Laudon 1997). Diese wiede-
rum sind unter einem breiten Spektrum an Privacy-Regulierungen vorstellbar – von 
der vollkommen individuellen Verfügbarkeit über persönliche Daten bis hin zu strik-
ten Regulierungen der Verwendung solcher Daten (Acquisti et al. 2016). In dieser 
Sichtweise stellen Datenschutzregulierungen nicht nur einen Schutz gegen Ausbeu-
tung oder Missbräuche dar, sondern schränken auch die individuelle Freiheit des 
rationalen Akteurs ein, mit seinen persönlichen Daten ökonomisch zu machen, was 
seinen Präferenzen am besten entspricht. 
 
Die bisherige Argumentation konzentriert sich stark auf die Effizienzvorteile der 
Weitergabe und ökonomischen Nutzung personalisierter Daten und arbeitet dabei 
wichtige Argumente und Erkenntnisse heraus, welche auch in unserer Analyse eine 
erhebliche Rolle spielen werden. Gleichzeitig greift das unterstellte Modell des nicht 
nur vollständig rational handelnden, sondern auch umfassend (nahezu perfekt) in-
formierten Akteurs bzw. Konsumenten wohl empirisch zu kurz. Gemeinsam mit den 
im 21. Jahrhundert weiter wachsenden technologischen Möglichkeiten zur Erfas-
sung und Verwendung personalisierter Daten prägt somit ein differenziertes Hand-
lungsmodell die neuere Literatur zum Thema.  
 
Zu den denkbaren Verwendungsmöglichkeiten personalisierter Daten für Unter-
nehmen zählt die Option der Preisdiskriminierung (Literaturübersicht: Hamelmann 
2017) basierend auf Informationen über individuelle Präferenzen oder Zahlungsbe-
reitschaften (beispielsweise individuelle Einkaufshistorie). Solche Informationen 
können über Trackingtechnologien (im einfachsten Fall sog. Cookies) gewonnen 
werden. Taylor (2004) sowie Acquisti und Varian (2005) zeigen, dass die Wohl-
fahrtseffekte hier einerseits von der Informiertheit der Konsumenten und anderer-
seits von den verfügbaren Datentechnologien abhängen. Wenn die Verbraucher 
antizipieren können, für welche Zwecke die Unternehmen ihre persönlichen Daten 





präferenzgerechter Datennutzung vermeiden), bedarf es keiner Datenschutzregulie-
rung, da die Unternehmen im Wettbewerb selbst hinreichend Anreize haben, präfe-
renzgerechten Datenschutz anzubieten (Taylor 2004; Anderson & Simester 2010; 
Armstrong & Zhou 2010). Ähnliches gilt, wenn zwischen Anbietern und Konsumen-
ten Waffengleichheit hinsichtlich der verfügbaren Tracking- und Anonymisierungs-
technologien herrscht. Auch dann werden rationale Verbraucher Datentracking nur 
dann zulassen, wenn die Verwendung personalisierter Daten zu einer Pareto-
Verbesserung, also beispielsweise präferenzgerechtere Produkte oder Services für 
die Konsumenten, führt (Acquisti & Varian 2005). Kann der Verbraucher hingegen 
die Nutzung der persönlichen Daten durch die Unternehmen zur Preisdiskriminie-
rung nicht antizipieren, Taylor spricht hier von einem naiven Verbraucher, so würde 
der aus einer Markttransaktion entstehende Überschuss den Unternehmen zuflie-
ßen. Hier könnte eine Datenschutzregulierung wohlfahrtssteigernd wirken (Taylor 
2004). Gleiches müsste auch gelten, wenn Nachfrager den datenausbeutenden An-
bieter wählen müssen, beispielsweise aufgrund eines monopolistischen Anbieter 
eines für die Konsumenten wesentlichen Gutes3, so dass Preis- bzw. Datenfreigabe-
elastizität der Nachfrage hinreichend niedrig sind4 (Kerber 2016; Dewenter & Lüth 
2016). Oder im Markt für Datentechnologien sind die Anbieter von Trackingtechno-
logien den Anbietern von Anonymisierungs- und Schutztechnologien systematisch 
überlegen5, so dass Konsumenten sich nicht effektiv gegen Tracking schützen kön-
nen. 
 
Empirisch ist davon auszugehen, dass es unterschiedlich informierte Konsumenten 
gibt, welche auf einem weiten Kontinuum zwischen informiert-rational und naiv-
begrenzt-rational anzusiedeln sind. Neuere Papiere analysieren die Wohlfahrtseffek-
te, wenn sowohl naive als auch informierte (sophisticated) Konsumenten im Markt 
agieren. Preisdiskriminierung basierend auf Informationen der Unternehmen über 
                                                          
3  Das gleiche würde auch gelten, wenn sich alle Anbieter im Markt hier gleichgerichtet verhalten, 
also ein in Bezug auf die Datenverwendung kollusives Gleichgewicht besteht. 
4  Ansonsten entstehen auch für einen Monopolisten Anreize, auf Preisdiskriminierung zu verzich-
ten, wenn die Konsumenten gegen Preisdiskriminierung sind und den Kauf mindestens zeitlich 
verzögern können (Acquisti & Varian 2005; Acquisti et al. 2016). 
5  Dies könnte beispielsweise daraus resultieren, dass sich die Zahlungsbereitschaften der Nach-
frage nach Tracking Technologien besser organisieren lassen (Firmenkunden) als jene für Ano-
nymisierungs- bzw- privacy-enhancing-Technologien (Endverbraucher). 
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den Grad der Naivität (personalisierte Daten) reduziert dann die Wohlfahrt umso 
stärker je besser die Unternehmen über die individuellen Nachfrager informiert sind 
(Heidhues & Köszegi 2014; 2016). Zudem erfahren Unternehmen Anreize, die 
Preisgestaltung so intransparent wie möglich zu gestalten und die Konsumenten zu 
einer Vermehrung von Fehlentscheidungen zu verleiten, was die Wohlfahrt weiter 
senkt (Heidhues & Köszegi 2016). In solchen Szenarien können dann inferiore (in 
Bezug auf die Konsumentenpräferenzen und in Bezug auf Wohlfahrt) Güter und 
gezielte Konsumententäuschung profitabel für die Anbieter sein (Heidhues et al. 
2016). Diese verhaltensökonomisch fundierte Literatur weist somit auf wohlfahrts-
mindernde Ineffizienzen und Verzerrungen hin, welche bei begrenzt-rationalen 
Konsumenten entstehen können, wenn Anbieter intensiv personalisierte Daten zur 
Preisdiskriminierung nutzen. 
 
Wenn es empirisch gehaltvoll ist, dass bei der Nutzung von datenbasierten Online-
services relevante Teile der Konsumenten de facto und systematisch unvollständig 
und/oder verzerrt über die Verwendung ihrer personalisierten Daten informiert sind 
(auch weil sie begrenzt-rational handeln), wettbewerbliche Alternativen für die Be-
reitstellung personalisierter Daten fehlen und Anonymisierungstechnologien syste-
matisch hinter Tracking-Technologien zurückfallen, dann ergibt sich eine Problem-
lage, die das Gegenteil der ursprünglich angenommenen Situation (Posner, Stigler) 
darstellt. Es wäre dann eine Umkehrung der asymmetrischen Informationen ent-
standen: der Konsument ist nun systematisch schlechter informiert als der Anbieter. 
Versagen marktinterne Lösungen folgt daraus, dass Datenschutzregulierungen 
wohlfahrtssteigernd sein können. So zeigen Hermalin und Katz (2006) dass der In-
formationsaustausch zwischen zwei Parteien ineffizient sein kann, wenn die Infor-
mationsgewinnung nicht dazu führt, dass die beiden Parteien symmetrisch gleich 
verteilte bzw. vollständige Informationen erhalten. Sie entwickelten hierzu ein for-
males Modell, in welchem die Individuen auf Basis der Informationen der jeweils 
anderen Partei, ihren Nutzen maximieren wollen. Datenschutz kann hier effizient 
sein, selbst wenn keine grundlegende Präferenz für Privatheit und Datenschutz vor-
liegt. Für eine effektive Umsetzung sollte in den Datenschutzbestimmungen die In-





diglich die Kontrolle über die Rechte an ihren personenbezogenen Daten zuzusi-
chern. 
 
Einen weiteren Aspekt stellen Kosten oder Disnutzen für die Verbraucher dar, wel-
che durch das Eindringen in die Privatsphäre der Individuen entstehen, wie bei-
spielsweise durch unerwünschte E-Mails oder Spam. Hui und Png (2006) ziehen die 
Nutzung von Verbraucherinformationen für unaufgeforderte personalisierte Wer-
bung persönlich, telefonisch oder über postalische Zusendungen sowie E-Mail in 
Erwägung. Jedoch können derartige Werbezusendungen Kosten auf Seiten der 
Verbraucher verursachen, welche durch den zusätzlichen Aufwand entstehen, 
Maßnahmen zu ergreifen, um sich vor individueller Werbung zu schützen. Daneben 
erhöhen sich diese Kosten beispielsweise durch das Löschen von Spam-E-Mails oder 
durch die Einrichtung einer geeigneten Software, um unerwünschte E-Mails abzu-
schirmen. Anderson und de Palma (2012) stellen das Spammen in den Fokus ihrer 
Betrachtungen und erachten dieses als Wettbewerbsproblem. Hierbei konkurrieren 
die Absender um die Aufmerksamkeit der Empfänger, welche als begrenzte Res-
source angesehen werden kann. In ihrem Modell zeigen sie die Kosten einer Trans-
aktion beider Parteien auf. Diese Kosten bestimmen die Anzahl von gesendeten so-
wie die Anzahl von gelesenen Nachrichten. Sind die Kosten für das Versenden einer 
Nachricht zu gering, dann wird es auf Seiten der Empfänger eine Überforderung 
geben, da diese aus der Fülle der Nachrichten nur einige wenige lesen werden. Laut 
Anderson und de Palma könnte dieses Problem mithilfe einer Steuer behoben wer-
den, welche auf das Versenden von Nachrichten erhoben wird. Diese Steuer würde 
dazu führen, dass Sender von Nachrichten mit geringer Qualität aus dem Markt 
verdrängt werden würden, da dies schlichtweg zu teuer wäre. Folglich würden we-
niger Nachrichten verschickt und mehr Nachrichten gelesen werden. 
 
Insgesamt zeigt die Literatur, dass die ökonomische Verwendung personalisierter 
Daten sowohl wohlfahrtsfördernde als auch wohlfahrtsmindernde Effekte zeitigen 
kann. Eine wichtige Rolle spielen dabei Faktoren wie die Informiertheit und Rationa-
lität der Konsumenten, der Wettlauf zwischen Tracking- und Schutztechnologien, 
die Preiselastizität von Gütern und das Vorhandensein von wettbewerblichen Alter-
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nativen sowie die (Un-)Möglichkeit der Transparenz der Datenverwendung. Die 
Konstellationen dieser Faktoren bestimmen darüber, ob eine spezifische Situation 
durch asymmetrische Informationen zu Gunsten der Konsumenten (Posner-Stigler-
Welt) oder zu Lasten der Konsumenten gekennzeichnet ist. Im ersten Fall kann eine 
Ausweitung der Datenoffenlegung die Wohlfahrt fördern, im zweiten Fall kann Da-
tenschutz wohlfahrtssteigernd sein. Der Bewusstheit und der Freiwilligkeit der Of-
fenlegung personalisierter Daten kommt dabei auch im Bereich Smart Fitness eine 
große Bedeutung zu. 
 
2.2 Smart Fitness und Selbstvermessung 
Das gesellschaftliche Phänomen des „Quantified Self Movement“ (Synonyme: Self 
Tracking, Self-Hacking, Life-Logging; dt: Selbstvermessungsbewegung) trägt seine 
Wurzeln in den USA und wurde im Jahr 2007 von Garry Wolf und Kevin Kelly ge-
prägt, die unter anderem auch die gleichnamige Internetseite errichteten (Selke 
2014: 178). In den letzten Jahren hat sich die digitale Datensammlung, -
speicherung sowie -analyse des eigenen Körperzustandes etabliert. Auf Basis vielfäl-
tiger technologischer Hilfsmittel6 werden Daten über alle Facetten des eigenen Le-
bens gesammelt. Im Kern geht es darum mithilfe von Self-Tracking mehr über den 
eigenen Körper vor dem Hintergrund sportlicher sowie gesundheitsbezogener Fra-
gestellungen zu erfahren. Insbesondere in den letzten Jahren ist eine gesellschaftli-
che Veränderung der Bedürfnisse in Health- und Lifestyle zu erkennen, welche mit 
einem steigenden Bewusstsein für mehr Sport, Fitness, Gesundheit und Bewegung 
einhergeht (Continentale 2015: 8). Fitness und permanente Selbstvermessung ist 
für viele Menschen eine Art Lebensstil oder Hobby geworden (Baas 2016: 2; Fried-
richs 2013), wobei viele Nutzer und Befürworter einfach Spaß an der Datensamm-
lung und dessen Visualisierung haben (Janssen 2012). 
 
Neben (traditionellen) personenbezogenen Daten (beispielsweise Name, Geburtsda-
tum, Geschlecht, Sozialversicherungsnummer, Adresse oder Nutzername), werden 
in der Sport- und Gesundheitsbranche überwiegend Nutzungsdaten in Form von 
                                                          
6  Allein auf der Seite der Quantified-Self-Bewegung (http://quantifiedself.com/guide/) sind über 





Vital- und Standortdaten erfasst, die sich auf biologische, physische sowie psychi-
sche Werte beziehen. Dazu gehören beispielsweise Herz-Kreislauf-Daten, Körper-
temperatur, Umgebungstemperatur, Atemfrequenz, Schlafrhythmus und -stunden, 
Herzfrequenz, Schrittanzahl, Kalorienverbrauch, Gewicht, Blutdruck, Puls, Blutzu-
ckerspiegel, zurückgelegte Kilometer, Flüssigkeitshaushalt oder verbrauchte Kalo-
rien. Auch die eigene Stimmung oder Stress soll messbar gemacht werden (Arbei-
terkammer Wien 2014: 36; Ehrenstein 2016). Nicht nur Informationen über die Ak-
tivitäten des Nutzers werden erhoben, sondern auch Kontextdaten wie der Aufent-
haltsort des Nutzers, seine Interessen sowie die Charakterisierung seiner Umgebung 
(unter anderem Daten über Temperatur, Lautstärke oder Sporteinrichtungen; Uni-
versitätsklinikum Freiburg 2015: 20). Auf Basis dieser Daten können Lebensge-
wohnheiten der Nutzer und Rückschlüsse auf die Gesundheit und Fitness abgeleitet 
werden (Karaboga et al. 2015: 28). Eine Legaldefinition dieser Vitalwerte erfolgt in 
§ 3 Abs. 9 BDSG, in welchem Daten über die Gesundheit als besondere Arten 
personenbezogener Daten definiert und folglich als hochsensible Daten qualifiziert 
werden, die einen besonderen Schutz bedürfen. Ferner fallen i.d.R. auch Konto- 
und Registrierungsdaten an. Oft müssen die Nutzer zunächst ein Benutzerkonto 
anlegen und das entsprechende Gerät zur Datenaufzeichnung für die Nutzung ver-
schiedener Dienste online registrieren. Insofern müssen Anmeldedaten angegeben 
werden. Häufig sind dies Informationen wie Name, Geschlecht, Geburtstag oder E-
Mail-Adresse. In Verbindung mit kostenpflichtigen Diensten werden unter Umstän-
den auch Bezahldaten, wie die Nummer der Kreditkarte sowie die Anschrift ge-
sammelt (Karaboga et al. 2015: 27). 
 
Unter Berücksichtigung der Sport- und Gesundheitsbranche sind an technischen 
Geräten, mit deren Hilfe Nutzerdaten gesammelt und gespeichert werden, insbe-
sondere Wearables und auf dem Smartphone installierte Apps relevant, welche di-
rekt oder indirekt als digitale Schnittstelle zum Internet dienen. Der Begriff Wearab-
les (auch Gadgets) bezeichnet vernetzte Computer, welche während der Anwen-
dung als Miniaturform so unauffällig wie möglich am oder sogar im Körper getra-
gen werden. Mithilfe von modernen Sensoren, welche in den Wearables integriert 
sind, wird eine Vielzahl von Informationen rechnergestützt in Echtzeit erfasst und 
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verarbeitet. Kennzeichnend für diese Mini-Computer ist die umfassende, permanen-
te sowie allgegenwärtige Erfassung, (teilweise automatisierte) Verarbeitung und 
Weiterleitung von Nutzer- sowie Umgebungsdaten. Hierfür ist kein aktiver, direkter 
Eingriff des Nutzers notwendig (Karaboga et al. 2015: 51). Gegenstände, wie Bril-
len, Uhren, Laufschuhe, Sportkleidung, Armbänder werden dabei direkt oder indi-
rekt über ein Endgerät wie dem Smartphone, dem Notebook oder Tablet mit dem 
Internet verbunden. Auch implantierbare Sensoren oder elektronische Tattoos sol-
len zukünftig die Daten der Verbraucher erfassen (Schmickler 2015; Schoss 2015). 
Durch die Vernetzung mit bereits etablierten Produkten, wie der Armbanduhr oder 
dem Pedometer, entstehen neue Produkte, wie die Smartwatch, das Fitnessarm-
band oder Smartglasses.7 Wearables sind vor ein paar Jahren in den Markt getreten 
und haben sich in dieser kurzen Zeitspanne in der Sport- und Gesundheitsbranche 
etabliert. In Europa erzielten Wearables im Jahr 2015 einen Umsatz von etwa 4,7 
Mrd. €; bis zum Jahr 2018 soll dieser Wert auf etwa 9,2 Mrd. € steigen, sich also in 
etwa verdoppeln (PWC 2015: 20). Im Jahr 2014 wurden in Deutschland 3,6 Mio. 
und weltweit rund 80 Mio. Wearables verkauft (PWC 2015: 5-7; Ehrenstein 2016). 
Hier sind insbesondere zwei Produktarten relevant (Karaboga et al. 2015: 25): 
- Fitnessarmbänder sind intelligente Armbänder und enthalten Sensoren sowie 
elektronische Funktionen, um die Vitaldaten des Trägers erfassen zu können. 
Im Anschluss daran werden die erfassten Körperdaten an das Smartphone 
oder den PC gesendet. I.d.R. werden die weitergeleiteten Daten unter Ver-
wendung speziell entwickelter Apps und Online-Dienste genutzt. Die Apps 
analysieren die Daten und können auf Grundlage der eingegebenen Informa-
tionen (wie Gewicht, Alter, Geschlecht etc.) Empfehlungen und Hinweise äu-
ßern. Fitness-Tracker, auch als Activity-Tracker bekannt, sind im Bereich der 
Wearables die Produktkategorie mit dem größten Umsatz und Absatz. Allein 
im Jahr 2014 wurden 13,5 Mio. und 2015 bereits 25 Mio. Fitness-Tracker 
weltweit verkauft (Gründel-Sauer 2015). 
- Smartwatches sind mobile Endgeräte, dessen Erscheinungsbild konventionel-
len Armbanduhren gleichen. In den Geräten sind Computer-Chips sowie 
Funktechniken und verschiedene Sensoren integriert, so dass diese Geräte 
                                                          





ähnliche Funktionen wie Smartphones erfüllen können. Darüber hinaus ist 
die Erweiterung bisheriger Funktionen durch Apps möglich. Die Kommunika-
tion mit weiteren Geräten erfolgt hierbei üblicherweise über WLAN oder 
Bluetooth. Es ist folglich eine direkte oder indirekte Verbindung mit dem In-
ternet möglich, so dass Informationen mit dem verknüpften Smartphone 
ausgetauscht werden können (Bitkom 2014: 27). 
 
Die Datensammlung und -speicherung kann zudem direkt über das Smartphone 
unter Zuhilfenahme von einschlägigen Apps erfolgen. Im Kontext der Sport- und 
Gesundheitsbranche können drei App-Kategorien unterschieden werden (Universi-
tätsklinikum Freiburg 2015: 7): Medizin-Apps, Gesundheits-Apps sowie Versor-
gungs-Apps. Die Zielgruppe der Medizin-Apps sind zum einen Heilberufsgruppen 
zur Unterstützung des Arbeitsalltages und zum anderen Patienten zur Unterstüt-
zung (meist chronischer) Krankheiten. Gesundheits-Apps, welche in der Kategorie 
Gesundheit und Fitness zu finden sind, umfassen die Unterstützung einer gesund-
heitsförderlichen Lebensweise und der eigenen Fitness. Unter Versorgungs-Apps 
werden sowohl Medizin- als auch Gesundheits-Apps verstanden, bei denen Nutzer 
ihre Self-Tracking-Daten selbst generieren und teilen. Die Datensammlung bzw. -
speicherung erfolgt nicht nur beim Anbieter, also zentral, sondern überwiegend 
auch dezentral, d.h. über Cloud-Service-Provider. Ein Beispiel wäre die kombinierte 
Nutzung von Smartphone-App und Cloud. So könnten die Daten mithilfe der 
Smartphone-App zunächst lokal gesammelt und gespeichert werden. Die hierfür 
erforderlichen Sensoren sind normalerweise schon im Smartphone integriert. Die 
Daten werden (i.d.R. automatisch) an die Cloud weitergeleitet, in der sie angesichts 
fortschreitender Analysemethoden und Anwendungen für die Verbraucher aufbe-
reitet und veranschaulicht werden. Ein weiteres Beispiel wäre die kombinierte Nut-
zung eines Fitness-Trackers mit dem Smartphone oder einem Computer bzw. Lap-
top sowie mit der Cloud. Die Daten werden mithilfe eines Fitness-Trackers aufge-
zeichnet und infolgedessen an das Smartphone gesendet. Über die auf dem Smart-
phone installierte App wird eine Kopie der Daten an den Cloud Server zur Aufbe-
wahrung und zur umfassenderen und detaillierteren Datenanalyse gesendet 
(Symantec 2014: 13-15). 
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Konstitutive Merkmale der Datensammlung und -speicherung von Sport- und Ge-
sundheitsdaten sind die freiwillige und aktive Teilnahme der Verbraucher zur Da-
tenaufzeichnung, wobei die Daten aus unterschiedlichen Gründen und Motiven 
gesammelt und gespeichert werden. Unter aktiver Teilnahme ist jedoch nicht die 
vollkommene Transparenz und das Wissen der Nutzer über alle möglichen Daten-
verwendungen gemeint. Die Datensammlung und -verarbeitung erfolgt nicht regu-
liert, d.h. diese unterliegt keiner Regulierungs- oder Überwachungsbehörde. Maß-
gebend sind vielmehr, neben den grundsätzlichen Datenschutzgesetzen, die Daten-
schutzerklärungen, welche die Anbieter selbst und individuell formulieren. Für die 
Inanspruchnahme eines entsprechenden Dienstes bedarf es i.d.R. einer Einwilligung 
in die Nutzungsbedingungen durch den Verbraucher, welche typischerweise in den 
Allgemeinen Geschäftsbedingungen (AGB) geregelt werden. Hierbei mangelt es oft 
an transparenten und verständlichen Formulierungen bezüglich des Ausmaßes der 
Folgen, welche aus der Einwilligung resultieren. 
 
2.3 Nutzung personalisierter Daten im Bereich Smart Fitness 
Wie bereits erläutert wurde, sind Sport-und Gesundheitsdaten i.d.R. nicht nur auf 
dem Smartphone oder dem entsprechenden Wearable gespeichert. Insbesondere 
im Rahmen von Smartphone-Anwendungen beruht das Geschäftsmodell weitge-
hend auf (für den Nutzer) unentgeltlichen Angeboten. Diese Art der Preisstrategie 
impliziert zwangsläufig, dass Erträge entweder im Sinne von Plattformstrategien 
(Dewenter & Lüth 2016) durch zielgerichtete Werbung finanziert werden8 oder die 
gesammelten Daten anderweitig profitorientiert verwendet werden, beispielsweise 
durch Dritte. Solche an den Daten interessierten Akteure stellen teilweise auch 
selbst die Tracking-Technologien (insbesondere Fitnessarmbänder und Apps) un-
entgeltlich bereit. Die hochsensiblen Vitalwerte können für verschiedene Unter-
nehmen und Akteure von großem wirtschaftlichen Interesse sein, da insbesondere 
Sport- und Gesundheitsdaten ein attraktives, handelbares Wirtschaftsgut sind: 
durch die effektive Verknüpfung der Daten können Nutzerprofile erstellt werden 
(Big Data). Somit besteht ein hoher Anreiz die Daten wirtschaftlich nutzbar zu ma-
                                                          
8  Die Financial Times fand heraus, dass neun von den zwanzig bekanntesten Gesundheits-Apps 






chen, d.h. diese weiterzuleiten. Vor dem Hintergrund der Analyse von Sport- und 
Gesundheitsdaten betrifft dies vorwiegend Anbieter und Hersteller von Sportarti-
keln, Pharmaunternehmen, den Arbeitgeber sowie Kranken- und Lebensversiche-
rungen. Im Folgenden wird veranschaulicht inwieweit diese Daten für die einzelnen 
Akteure von Bedeutung sein könnten.  
 
Unternehmen in der Sport- und Gesundheitsbranche 
Sportartikelhersteller und -anbieter können die Daten nutzen, um Trends und Vor-
lieben zu antizipieren, innovative Produkte zu entwickeln und etablierte Produkte 
kontinuierlich zu verbessern. Nike bietet beispielsweise die App Nike+ an, mit der 
es direkt und ohne Umwege die Daten seiner Kunden erhält. Adidas ist im Besitz 
von Runtastic, einem Unternehmen welches entsprechende Geräte und Apps ent-
wickelt sowie verkauft, mit einer registrierten Nutzergruppe von 70 Mio. Nutzern 
(Zeit Online 2015). Unter die interessanten Daten fallen beispielsweise die zurück-
gelegte Kilometeranzahl, Ort und Zeitpunkt der sportlichen Betätigung, Wohnort 
des Läufers, Alter, Geschlecht, Gewicht, Größe oder Ort und Zeitraum des Urlaubs-
aufenthaltes. Somit können wertvolle Erkenntnisse gewonnen werden, um bei-
spielsweise bei Sportschuhen ein Läuferprofil zu erstellen oder Gewohnheiten und 
Verhaltensweisen abzuleiten. Dem Läufer kann z.B. ein individuelles Angebot von 
Laufschuhen zugesendet werden, sobald dieser die übliche 300-500 km Strecke 
erreicht hat. Zusätzlich können ihm auf Basis der GPS-Daten passende Angebote 
über die richtige Schuh-Art hinsichtlich des Laufuntergrunds (z.B. überwiegend im 
Wald oder auf der Straße) unterbreitet werden. Auch Daten über den aktuellen 
Wohnort bzw. die übliche Strecke können genutzt werden, um die entsprechenden 
Preise der Produkte und Dienstleistungen lokal anzupassen (Symantec 2014: 7), also 
datengetriebene Preisdiskriminierung zu implementieren (siehe Abschnitt 2.1). Dar-
über hinaus sind personenbezogene Daten vor dem Hintergrund individueller Kun-
denansprache und Zielgruppenmarketing von sehr hoher Relevanz und ermöglichen 
auf Basis der gewonnenen Daten ein gezieltes Marketing mit nur sehr geringen 




Für Pharmaunternehmen sind insbesondere Gesundheitsdaten von Relevanz. Deren 
Bedeutsamkeit kann anhand von HealthPrize, einem erfolgreichen Serviceanbieter 
von mobilen Anwendungen in der Pharmaindustrie, erläutert werden. HealthPrize 
unterstützt unter anderem die Medikamenteneinnahme durch Anreize und Beloh-
nungssysteme auf spielerische Weise.9 Ferner können eingelöste Rezepte oder Arz-
neimittelverordnungen sowie Nebenwirkungen dokumentiert werden. Die hierbei 
generierten Daten sind für die gesamte Pharmabranche besonders aufschlussreich, 
da auf Basis dieser Informationen Arzneimittel und deren Wirkungen besser ver-
standen werden oder das Nebenwirkungsmanagement optimiert werden kann. Die 
Unternehmen können dadurch effizienter arbeiten (Universitätsklinikum Freiburg 
2015: 85 f.). 
 
Arbeitgeber 
Arbeitgeber können auf Basis der personalisierten Daten bessere Personalentschei-
dungen treffen. Durch gesunde bzw. gesündere Mitarbeiter können kostenintensive 
Krankheitstage reduziert und die Effizienz der Mitarbeiter gesteigert werden. Eben-
so könnte die Wahrscheinlichkeit krankheitsbedingter Ausfälle kalkuliert (Brüggen-
Freye 2014) oder Auskünfte über Mitarbeiter dahingehend erlangt werden, wie oft 
sich diese pro Tag bewegen oder wie gut sie schlafen (Klofta & Rest 2015). So ent-
wickelte ein Start-Up-Unternehmen mit Sitz in München eine App namens Soma 
Analytics, welche sogar den Gemütszustand der Mitarbeiter aufzeichnet. Die App 
soll als Werkzeug im Sinne eines Frühwarn- und Präventionssystems für die Perso-
nalabteilung dienen, um die Mitarbeiterproduktivität zu steigern und präventiv 
Krankheiten wie Burnout oder Depressionen erkennen zu können, wofür unter an-
derem Daten wie Schlafqualität, Stimmhöhe sowie die Motorik der Anwender er-
fasst (Heimstaedt 2013). Der Ölkonzern BP belohnt seine Mitarbeiter für mehr Be-
wegung und hat bis 2015 rund 25000 Fitnessarmbänder an seine Mitarbeiter ver-
schenkt, wobei Daten über Herzfrequenz, Anzahl der Schritte sowie Informationen 
über den Schlafrhythmus gesammelt wurden (Petrlic 2016: 96). Als Anreiz für die 
(bislang) freiwillige Teilnahme wurde ab einer Anzahl von 1 Mio. Schritte pro Jahr 
                                                          
9  Mithilfe der Anwendung HealthPrize konnte die Einhaltung von Behandlungsvorgaben um 50% 





ein Rabatt bei der Betriebskrankenkasse gewährt (Lobe 2016). Bisher nehmen nach 
Berichten bereits etwa 50 Mio. Amerikaner an vergleichbaren Fitnessprogrammen 
in ihrem Arbeitsumfeld teil (Schamberg 2014). Ebenfalls in den USA verlangte CVS 
im Jahr 2013 Daten zu Gewicht, Blutzucker und Körperfett für eine betriebliche 
Krankenversicherung. Versicherte, die sich weigerten, diese Daten preiszugeben, 
mussten einen Aufpreis von US$ 50 zahlen. Auch Unternehmen in Deutschland 
wollen ihre Mitarbeiter zu mehr Fitness bewegen. Die Sparkasse Berlin hat im Jahr 
2013 Schrittzähler an mehr als 300 Mitarbeiter verteilt, um unter anderem die Aus-
fallquote aufgrund von Krankheiten zu senken. Hierfür sollen pro Tag 10000 Schrit-
te gegangen werden (Friedrichs 2013). Auch IBM, Opel sowie SAP zählen bereits 
die Schritte ihrer Mitarbeiter (Klofta & Rest 2015). 
 
Die Anbieter von Wearables reagieren auf das steigende Interesse seitens der Ar-
beitgeber. So entwickelte beispielsweise Jawbone ein Programm namens „Up for 
groups“, bei welchem den Arbeitgebern die erfassten Informationen direkt zu-
kommen (Klofta & Rest 2015). Gleichermaßen bietet das Unternehmen Fitbit ein 
Programm namens „fitbit@work“ an, welches die Gesundheit der Mitarbeiter 
nachhaltig verbessern soll. Fitbit wirbt mit einer Reduzierung von Krankheitstagen 




Versicherungen und insbesondere Krankenversicherungen haben großes Interesse 
an den sensiblen Sport- und Gesundheitsdaten, um auf die individuellen Risiken 
zugeschnittene Versicherungsprodukte anbieten zu können. 10  Dementsprechend 
früh haben die Versicherungen den oben beschriebenen Trend der Datensammlung 
erkannt (Karaboga et al. 2015: 22, 32). So werden Anreize wie Gutscheine (auch für 
versicherungsfremde Leistungen), Zusatzleistungen oder Prämien geschaffen, um 
erwünschte Gesundheitsziele zu erreichen. Der größte Vorteil auf Basis dieser Daten 
                                                          
10  Autoversicherungen haben ebenfalls ein sehr großes Interesse an personenbezogenen Daten 
zur Individualisierung ihrer Tarife, wie beispielsweise das Tarifmodell „pay how you drive“ 
(Schneider 2015: 12). 
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liegt in der Individualisierung von Produkt- und Dienstleistungsangeboten und da-
mit im Kern in der Individualisierung des Krankenversicherungsschutzes. Mit Hilfe 
der personalisierten Daten der Verbraucher können die Tarife individuell in Abhän-
gigkeit des persönlichen Fitness- und Gesundheitszustandes der Versicherten er-
rechnet und profilgenaue Angebote, inklusive Risikoaufschläge, unterbreitet wer-
den. Letztendlich können auf Basis der Daten individuelle Gesundheits-und Risi-
koprofile erstellt werden. Folglich könnte bei Vorliegen von sehr guten und gesun-
den Vitalwerten eine Prämie vergeben oder der zu zahlende Versicherungsbeitrag 
reduziert werden. Dies führt auf Seiten der Versicherungsunternehmen wiederum 
zu Kosteneinsparungen. Ein gesunder Kunde stellt für die Versicherung ein geringe-
res Risiko dar und kostet daher weniger Geld. In diesem Zusammenhang wird auch 
von Pay-as-you-live-Tarifen (PAYL) gesprochen (EY 2015).  
 
In den USA hat der Krankenversicherer United Healthcare ein solches System bereits 
etabliert. Hier wird den Versicherten seit 2011 ein Preisnachlass gewährt, wenn die-
se den Nachweis für eine gewisse Schrittanzahl pro Tag liefern können (Gröger 
2014). Des Weiteren hat die Krankenversicherung Oscar im Jahr 2015 ein Fit-
nessangebot auf Basis der Vitaldaten umsetzen können. So wurde an alle Versicher-
ten eine Smartwatch geschickt. Jene, die sich an das Fitnessprogramm halten, be-
kommen US$ 1 pro Tag ausgezahlt. Werden US$ 20 erreicht, erhält der Versicherte 
einen Gutschein von Amazon. Maximal werden US$ 20 im Monat und US$ 240 im 
Jahr ausgezahlt (Breustedt 2015). In Europa ist der italienische Generali-Konzern 
einer der ersten Versicherer, der Fitness, Lebensstil und Ernährung elektronisch kon-
trollieren möchte. Hierbei arbeitet Generali mit dem Versicherungsunternehmen 
Discovery aus Südafrika zusammen, welches ein Lebensstil- und Gesundheitspro-
gramm namens Vitality entwickelt. Die Versicherten erhalten Rabatte, Gutscheine 
und Geschenke als Anreize für eine gesundheitsbewusste Lebensweise durch sport-
liche Aktivität sowie eine gesunde Ernährung. Beispielsweise wirbt Discovery auf 
seiner Internetseite, dass mit dem Nachweis von 10000 Schritten pro Tag eine Reise 
nach Italien gewonnen werden kann.11 Unter Zuhilfenahme einer App wird die ge-
                                                          
11  https://www.discovery.co.za/portal/individual/vitality-news-jul15-get-to-italy  





sundheitsbewusste Verhaltensweise überprüft. Entscheiden sich die Kunden für die-
ses Programm, so stehen diese in der Pflicht ihre Daten mithilfe der App regelmäßig 
zu übermitteln (Gröger 2014). Der Versicherungskonzern Axa bietet in Frankreich 
verhaltensorientierte Tarifmodelle an. Zu diesem Zweck steht dieser in Kooperation 
mit Samsung. Die Datensammlung der Versicherungsnehmer erfolgt über die 
Smartwatch Galaxy Gear von Samsung. Wer nachweislich gesünder lebt, zahlt auch 
dementsprechend weniger (Fromme 2014). 
 
In den Bereichen der Berufsunfähigkeits- und Risikolebensversicherungen hat Gene-
rali in Deutschland im Juli 2016 ein System für gesundheitsbewusste Verhaltens-
weisen eingeführt. Das Programm vollzieht sich in drei Phasen. In der ersten Phase 
soll sich der Nutzer seinen derzeitigen Gesundheitszustand bewusst machen, d.h. 
den Ist-Zustand erfassen und Ziele setzen. In der zweiten Phase soll der Nutzer aktiv 
leben, um seinen Gesundheitszustand zu verbessern. In der dritten Phase soll der 
Nutzer für seine Bemühungen belohnt werden. Die Vorteile liegen nicht nur in einer 
potenziellen Reduzierung des Versicherungsbeitrages, sondern auch in Rabatten 
(bis zu 40%) bei den kooperierenden Unternehmen, wie z.B. Adidas, Expedia, Polar 
oder Fitness First (https://www.generali-vitalityerleben.de/).  
 
Um direkt an die Daten der Versicherten zu gelangen und eine Abhängigkeit von 
Drittanbietern zu senken, bieten Versicherungen zunehmend ihre eigenen Smart-
phone-Apps an. Hierbei testet die gesetzliche Krankenversicherung AOK Nordost 
eine App namens „AOK mobil vital“, welches unterschiedliche Leistungen zur Un-
terstützung einer gesunden Lebensweise sowie die Motivation zu sportlicher Aktivi-
tät umfasst (Aumann et al. 2016: 251). Diese steht in Kooperation mit einer 
Schweizer Gesundheits- und Fitnessplattform (Decadoo AG), welche aus den einge-
geben Daten einen sogenannten „Health Score“ errechnet (Friedrichs 2013). Daten 
für Schlaf, Ernährung, Stress, Bewegung und Sport werden mithilfe der App erfasst. 
Die AOK Nordost verkündete im Jahr 2015 zusätzlich die Subvention verschiedener 
Wearables in Höhe von maximal 50 € bzw. 50% des Anschaffungspreises, welche 
einmal in zwei Jahren gewährt wird (AOK Nordost 2015). Der Weg hin zu maßge-
schneiderten Versicherungsangeboten scheint somit nicht mehr weit zu sein. Es 
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sollte auch nicht mehr lange dauern, bis Krankenversicherungen auch im Markt für 
Wearables Fuß fassen. Die DAK hat ihren Versicherten die kostenlose Nutzung einer 
Smartphone-App namens FitCheck angeboten. Bis 2014 hatten sich ca. 2950 Mit-
glieder registriert, um an diesem Bonusprogramm teilzunehmen. Die Kunden erhal-
ten für beispielsweise 30 Minuten Joggen, Skaten, Radfahren oder für 40 Minuten 
Walken 50 Punkte gutgeschrieben. Pro Monat konnten bis zu 200 Punkte gesam-
melt werden, so dass die Sammlung von maximal 2400 Bonuspunkten im Jahr 
möglich ist. Hierfür erhält der Versicherte eine Prämie oder einen Betrag von bis zu 
€ 150 (Brüggen-Freye 2014). Die DAK hat dieses Programm, nach eigenen Angaben 
aufgrund technischer Probleme jedoch wieder aus ihrem Programm genommen 
(Jahberg et al. 2015). Die Techniker Krankenkasse gibt zwar keinen Zuschuss, 
möchte allerdings ihr derzeitiges Bonusprogramm um Wearables erweitern (Berres 
& Weber 2015). Bislang bietet sie eine eigene Fitness-App, wie z.B. das TK-Diabetes 
Tagebuch, welches der Dokumentation der Blutzuckerwerte dient, oder die TK-
Allergie-App „Husteblume“ an (TK 2015). Die DKV subventioniert Fitnessbänder 
und Smartwatches seit 2015 und bezuschusst hierbei den Kauf eines Gerätes in 
Abhängigkeit des Tarifes mit € 50 (Berres & Weber 2015). Zudem bietet die Barmer 
GEK ein Programm an, bei welchem die Versicherten Bonuspunkte für ihre Vitalda-
ten erhalten. Dabei steht die Versicherung in Kooperation mit der App Fit2Go, wel-
che mit einem Fitness-Tracker von Fitbit verknüpft werden kann (Schneider 2014).  
Aber nicht alle verfolgen das Modell des individuellen Versicherungstarifes. Einige 
Versicherungen sind sogar grundsätzlich gegen eine derartige verhaltensabhängige 
Preissetzung (Jahberg et al. 2015).  
 
2.4 Ökonomische Effekte 
Welche Wohlfahrtseffekte lassen sich auf Basis der ökonomischen Theorie persona-
lisierter Daten (Abschnitt 2.1) nun von Smart Fitness erwarten? Auf den ersten Blick 
scheinen die Bedingungen der Stigler-Posner-Welt hier gegeben zu sein. Sowohl bei 
der Frage risikogerechter Tarife von Krankenversicherungen als auch der Produktivi-
tät von Arbeitnehmern geht es um die Aufhebung asymmetrischer Informationen 
zu Lasten von Versicherungen und Arbeitgebern. Hingegen ist eine ineffiziente 





ten und möglicherweise nur im Bereich interner Arbeitsmärkte zu befürchten. Hier 
besteht die Gefahr ineffizienter Wettläufe (sog. Rattenrennen), wenn unproduktive 
Signale durch die Arbeitnehmer maximiert werden, also solche die nur scheinbar, 
aber nicht tatsächlich eine höhere Arbeitsproduktivität signalisieren (Akerlof 1976; 
Landers et al. 1996; Milgrom 2008). Im Bereich Signalling könnten dabei im Grenz-
fall auch Überbietungswettbewerbe gesunder Lebensweisen zu einer ineffizienten 
Überproduktion an Signalen führen, wenn der Grenzertrag noch gesünderer Le-
bensweisen für die Arbeitsproduktivität sinkt und gegen null tendiert, die Signal-
produktion aber weiter steigt. Im Bereich des Screening könnte durch Bürokratisie-
rungsprozesse ein übermäßiges Datensammeln zu Kosten führen, welche den reali-
sierbaren Nutzen der gesammelten Daten übersteigen. Insgesamt erscheinen bei 
einer ausschließlichen Anwendung der „alten“ Theorie aber die Wohlfahrtseffekte 
von Smart Fitness als positiv und Regulierungsnotwendigkeiten nicht gegeben. 
 
Weiterhin ermöglichen und fördern im Sinne Varians (1996) (sowie auch Aquisti 
und Varian (2005)) die über Smart Fitness gesammelten Daten die Entwicklung prä-
ferenzgerechterer Produkte für individuelle Nutzer (beispielsweise läuferprofilge-
rechte Sportschuhe) sowie nutzenstiftende Innovationen (beispielsweise im Ge-
sundheitsbereich bessere Medikamentierungsstrategien und ein effizienteres Ne-
benwirkungsmanagement). Zudem dienen die personalisierten Nutzerdaten einer 
präferenzgerechteren Ausgestaltung der Werbung durch Unternehmen der Ge-
sundheitsbranche und insbesondere durch Sportartikelhersteller, was einerseits den 
Nutzen der Werbung steigern bzw. die Last der Werbung für den Nutzer senken 
sollte (Varian 1996), andererseits aber auch die Gefahr einer übermäßigen Steige-
rung des Werbevolumens mit sich bringt und damit den Konsumenten steigende 
Kosten der Werbeumgehung und -beseitigung aufbürdet (Hui & Png 2006; Ander-
son & da Palma 2012). Wann die Grenzkosten der Werbeumgehung und -
beseitigung den Grenznutzen präferenzgerechter Werbung übersteigen, divergiert 
von Nutzer zu Nutzer. Insbesondere für jene Nutzer, denen Werbung einen gerin-
gen oder negativen Nutzen stiftet und für die sich individualisierte und pauschali-
sierte Werbung in dieser Hinsicht nicht signifikant unterscheiden, dürften bereits 




Wie von Varian (1996) propagiert, entstehen insbesondere im Krankenversiche-
rungsbereich Anreizsysteme, welche über Bonusprogramme die Versicherten zu 
einer freiwilligen Bereitstellung ihrer persönlichen Vital- und Gesundheitsdaten be-
wegen sollen. Der Effizienzvorteil solcher Anreizsysteme hängt freilich entscheidend 
daran, ob und inwieweit die Versicherten die Verwendung der personalisierten Da-
ten inklusiver ihrer Weiterreichung an Dritte antizipieren können – und dies tatsäch-
lich machen. Hier wäre dann zu fragen, ob die Versicherten, welche an Bonuspro-
grammen teilnehmen, antizipieren (können), dass diese intertemporal zu einem 
System der Preisdiskriminierung führen können bzw. werden (Taylor 2004)? Vor 
allem zwei Probleme können hier die positiven ökonomischen Effekte gefährden: 
Erstens stellt sich die Frage der Transparenz der Datennutzung, d.h. inwieweit sind 
die Nutzer von Smart Fitness darüber informiert, wofür und von wem ihre persönli-
chen Daten verwendet werden. Wie bereits im vorangegangen Abschnitt erläutert 
wurde, ist für die Speicherung und Nutzung von Daten stets eine Einwilligung sei-
tens der Verbraucher erforderlich. Da diese aber von begrenzt-rational handelnden 
Nutzern in den meisten Fällen nicht gelesen und verstanden werden, findet in die-
sem Fällen de facto keine informierte Bereitstellung der Fitnessdaten statt. Diese 
erfolgt oftmals durch die Zustimmung zu den AGB. Zudem bleibt häufig unklar, ob 
die Daten dem Hersteller eines Wearables oder dem Träger, von welchem die Daten 
erfasst werden, gehören. Aufgrund dieser hohen Intransparenz haben die Anbieter 
von Auswertungs- und Analysedienstleistungen die Möglichkeit zur Weitergabe der 
Daten an Dritte. Es ist durchaus möglich, dass die Anbieter versuchen, das be-
grenzt-rationale Verhalten der Nutzer zu ihren Gunsten auszunutzen, indem sie ge-
zielt Intransparenz über die Datenverwendung erzeugen bzw. die Informationskos-
ten, welche Nutzer aufbringen müssten, um sich adäquat zu informieren, künstlich 
erhöhen. In Kombination mit begrenzt-rationalem (Informations- und Entschei-
dungs-) Verhalten der Nutzer können absichtliche Intransparenzstrategien bei 
gleichzeitiger Ausweitung des Datentrackings zu Zwecken der Preisdiskriminierung 
wohlfahrtsmindernd wirken (Heidhues & Köszegi 2016; Heidhues et al. 2016). Ähn-
liche Probleme könnten auch bei der Nutzung der Fitnessdaten durch Arbeitgeber 





Daten alles genutzt werden (Einstellungen, Arbeitseinteilung, Karriereplanung, Stel-
lenabbau, etc.). 
 
Zweitens werden, wie in Abschnitt 2.3 dargestellt, hinsichtlich der Preisdifferenzie-
rung über Bonusprogramme zunächst nur Differenzierung nach unten (d.h. in Rich-
tung von Beitragsnachlässen) sowie Freiwilligkeit suggeriert. Nehmen aber im Zeit-
verlauf eine genügend große Anzahl von Versicherten an diesen Programmen teil, 
entstehen Anreize für die Versicherungen, die Diskriminierung zu vervollständigen, 
also auch in Richtung steigender Beiträge bzw. „Strafaufschläge“ auszudehnen 
(wenn dies nicht von vorneherein die Strategie sein sollte). Diese könnten bei Nicht-
Erreichen vorgegebener Gesundheits- und Lifestylezielen (beispielsweise Schritte 
pro Tag, Kalorienaufnahme pro Tag, etc.) greifen. Zudem entstehen Möglichkeiten 
und Anreize, über höhere Beiträge Druck auf diejenigen auszuüben, die ihre Daten 
nicht zur Verfügung stellen wollen (was in den USA vereinzelt bereits zu beobach-
ten ist, s.o. Abschnitt 2.3) – frei nach dem Motto „wer seine Daten nicht zur Verfü-
gung stellt, muss wohl etwas zu verbergen haben“. Damit wird die Freiwilligkeit 
der Datenzurverfügungstellung de facto erodiert und somit ist dann auch die Effi-
zienzbedingung der „Waffengleichheit“ zwischen Datensammlern und -verwertern 
und Datenlieferanten (Acquisti & Varian 2005) nicht mehr gegeben. 
 
In der Literatur wird in diesem Zusammenhang auch darauf verwiesen, dass wirk-
samer Wettbewerb zwischen den datensammel- und verwertenden Anbietern von 
großer Relevanz für die Effizienz der Datenarrangements zwischen Anbieter und 
Nachfrager sind, insbesondere wenn die Nachfrager nicht ohne Weiteres auf das 
gehandelte Gut verzichten können (Kerber 2016; Dewenter & Lüth 2016). In Bezug 
auf Krankenversicherungen wäre hier somit beispielhaft zu fragen: bleibt es für die 
Konsumenten im Zeitablauf möglich, zwischen Anbietern mit unterschiedlicher Da-
tenverwendungstiefe zu wählen – oder gibt es am Ende nur die Wahl zwischen der 
Offenlegung aller Daten und dem Verzicht auf Versicherungsschutz? Ein kollusives 
Gleichgewicht der – sich ja meistens ohnehin in einem stark regulierten und wenig 
wettbewerblichen Umfeld bewegenden – Krankenversicherungen würde die Erosion 
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der Freiwilligkeit der Wahl des Datenverwendungs- bzw. -schutzniveaus komplettie-
ren und letztlich Wirkungen entfalten, welche einem Monopol ähnlich sind. 
 
Die Annahme unvollständiger (und möglicherweise auch natürlich und strategisch 
verzerrter) Informationen und begrenzt-rational handelnder Akteure wirft schließ-
lich auch die Frage danach auf, ob datengetriebene Preisdiskriminierung tatsächlich 
effiziente Tarife (beispielsweise Krankenversicherungen) und Entscheidungen (bei-
spielsweise Arbeitgeber) bewirken: 
- Es besteht die Gefahr, dass Preisdiskriminierung auf unzureichender Basis er-
folgt, d.h. die Richtigkeit der Annahmen über gesunde und ungesunde, pro-
duktivitätssteigernde und produktivitätssenkende Lebens- und Konsumwei-
sen kann fragwürdig sein. Gerade in jüngerer Zeit haben Kontroversen in der 
Forschung und neue Erkenntnisse über Wirkungsweisen (beispielsweise be-
stimmter Lebensmittelgruppen oder bestimmter Bewegungsabläufe und -
intensitäten) für Aufmerksamkeit gesorgt. Das Wissen über gesunde und un-
gesunde Lebensstile ist weder absolut, noch abgeschlossen und schon gar 
nicht unfehlbar. Einen „einzig richtigen“ Lebensstil über Preisdifferenzierung 
induzieren zu wollen, stellt wohl sehr klar eine Anmaßung von Wissen 
(Hayek 1975) dar. 
- Zudem ist die Richtigkeit der Annahmen über Ursache-
Wirkungszusammenhänge im individuellen Fall zu hinterfragen. Lifestyle und 
Vitalwerte müssen nicht immer zusammenhängen, sondern es kann auch 
andere Ursachen geben (genetische Dispositionen, Erkrankungen basierend 
auf anderen Ursachen wie viralen oder bakterielle Infektionen, etc.), so dass 
unter Umständen Versicherte tariflich abgestraft werden, ohne eigene Ver-
antwortung für schlechte Werte zu tragen. 
- Auch ist zu beachten, dass eine Preisdiskriminierung auf rein statistischer Ba-
sis ohne Kausalbelege problematisch ist. Wenn Menschen mit bestimmten 
Eigenschaften oder aus bestimmten Gegenden/Städten/Wohnviertel oder 
aufgrund anderer Merkmale ohne (medizinische) Kausalität oder aufgrund 
ungenügender statistischer Methoden für Risiken bepreist werden, die sie 





Tarifstruktur im Sinne des methodologischen Individualismus oder der Über-
einstimmung von Handlungsverantwortung und Handlungskonsequenzen 
vor. Dasselbe gilt für statistische Diskriminierung bei Einstellungen, Kündi-
gungen und Beförderungen.  
 
Es ist dabei zu beachten, dass vereinfachende, pauschalisierende und generalisie-
rende Methoden für datenverwertende Unternehmen besonders attraktiv sind, weil 
sie geringere Kosten als Einzelfall- und Kausalitätsanalysen aufwerfen. Das gilt vor 
allem dann, wenn sich die resultierenden Ineffizienzen vor allem auf die Nutzer 
bzw. Konsumenten abwälzen (lassen) und/oder bei Prinzipal-Agenten-Beziehungen 
die Qualität der Entscheidungen nicht ohne weiteres nachprüfbar ist.12 Gerade in 
Kombination mit der Präsenz naiver Verbraucher ermöglicht datengetriebene Preis-
diskriminierung das Überleben ineffizienter Produkte am Markt (Heidhues et al. 
2016). 
 
Insgesamt ist also eine Umkehrung der Stigler-Posner-Welt, also das Szenario einer 
Informationsasymmetrie zu Lasten der Verbraucher, nicht unwahrscheinlich, wes-
wegen Datenschutzregulierungen hier ökonomisch vorteilhaft sein können (Herma-
lin & Katz 2006). Insbesondere die Nutzung personalisierter Daten zur Preisdiskri-
minierung bei Kranken- oder Lebensversicherungen oder durch Arbeitgeber für Per-
sonalentscheidungen ist kritisch zu sehen und sollte aus ökonomischer Sicht nicht 
uneingeschränkt möglich sein. Es bedarf dabei weiterer Forschung, um geeignete 
Regulierungen zu identifizieren. Dabei sind auch weitergehende Aspekte wie die 
Aushöhlung des Solidarprinzips bei Versicherungen oder Fragen der Gerechtigkeit 
zu beachten. Aus liberaler Sicht sei schlussendlich noch sehr grundsätzlich auf die 
Gefahren hingewiesen, welche aus einer uneingeschränkten Vorgabe des „richti-
gen“ Lifestyles für Krankenversicherte und Arbeitnehmer resultieren, wenn diese de 
facto nicht mehr freiwillig sind bzw. mit eine Nicht-Befolgung nur noch unter na-
                                                          
12  Bei Personalberatungen oder -abteilungen wäre beispielsweise denkbar, dass die Ineffizienzen 
aufgrund einer Personalauswahl basierend auf statistischer Diskriminierung nicht ohne Weiteres 
feststellbar sind, da die Performance aussortierter Bewerber im kontrafaktischen Bereich liegt. 
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hezu prohibitiven Kosten möglich ist. Die Freiheit des Individuums kann hier im Ext-
remfall massive Einschränkungen erfahren.13 
 
3. Empirische Evidenz 
3.1 Eine nicht-repräsentative Online-Studie 
Mit Hilfe eines Online-Fragebogens haben wir vom 21.07. bis zum 21.09.2016 ins-
gesamt 924 Personen (vollständig und verwertbar ausgefüllte Fragebögen) zu ihren 
Erfahrungen mit Smart Fitness unter besonderer Berücksichtigung der datenbezo-
genen Aspekte befragt.14 Von den Befragten sind 405 (43,8%) weiblich und 510 
(55,2%) männlich; 9 (1%) gaben ihr Geschlecht mit „Sonstiges“ an. Infolge sowohl 
des Selbstselektionseffektes bei Online-Fragebögen als auch der Verbreitungsstra-
tegie (unter anderem über 309 Sportvereine, 35 einschlägige Gruppen in Sozialen 
Netzwerken (Facebook und Xing) sowie über das Ilmenauer Studentennetzwerk) 
weist die Soziodemographie der Befragten eine Reihe von Verzerrungen auf: die 
große Mehrheit der Teilnehmer (78,3%) befindet sich in der Altersgruppe 16-35 
Jahre, besitzt Fach- oder Hochschulreife oder einen entsprechenden Abschluss (zu-
sammen 82,7%), verfügt über ein Nettoeinkommen von monatlich weniger als € 
2500,00 (63,6%) und hat ihren Erstwohnsitz im Süden Deutschlands (Thüringen 
36%, Baden-Württemberg 22,9 %, Bayern 13,9%). Abgesehen von der regionalen 
Verteilung dürften die Verzerrungen dabei in dieselbe Richtung laufen wie der 
Selbstselektionseffekt: insbesondere Personen mit einer Affinität zu oder einem In-
teresse an Smart Fitness haben an unserer Umfrage teilgenommen. Dies zeigt sich 
auch bei der Sport- und bei der Internetaffinität der Befragten (Abb. 1 und Tab. 1). 
Fast 60% sind mehrmals pro Woche sportlich aktiv, 13,7% treiben täglich Sport und 
14,4% einmal pro Woche. Lediglich 1,2% der Befragten ist nie sportlich aktiv. Auch 
die Internetnutzung dürfte über jener der Gesamtbevölkerung liegen. 
  
                                                          
13  Parallelen zu der Diskussionen um „soften Paternalismus“ und „Nudging“ sind unverkennbar. 
Siehe zu den problematischen Aspekten beispielsweise Schnellenbach (2011, 2014. 2016). 
14  Weitere Details zu der Befragung und insbesondere auch der vollständige Fragebogen finden 





Abbildung 1: Sportaktivität, n=924; Quelle: Schneider (2016: 60) 
 
 
Tabelle 1: Nutzungshäufigkeit bestimmter Internetdienste in %, n=924; Quel-
le: Schneider (2016: 61) 


















1,7 2,1 3,1 6,1 22,9 21,5 42,5 
E-Mail 2,1 0,5 1,1 2,3 9,3 18,2 66,6 
Nachschlagewerke 1,3 3,8 9,4 16,6 40 12,4 16,5 
Online-Banking 18,7 2,6 19,4 24,1 26,7 6,7 1,7 
Online-Shopping 5,1 24,6 39,9 16,8 12 1,1 0,5 
Online-
Speicherung 
21,8 18,9 17,6 10,8 14,9 6,4 9,5 
Soziale Netzwerke 12,6 3 2,6 4,4 9,5 12,8 55,1 
Suchmaschinen 0,2 0,6 0,3 1,3 10,5 12,1 74,9 
Videoplattformen 3,6 4,2 11,9 11,4 28,7 13,7 26,5 
 
Alle Umfrageteilnehmer wurden nach ihrer Nutzungsbereitschaft für Fitnessarm-
bänder, Smartwatches sowie auf dem Smartphone installierte Apps zur Datenauf-
zeichnung befragt. Aus Abb. 2 wird ersichtlich, dass bereits mehr als jeder Dritte 
(36,3%) eines dieser Geräte zur Datenaufzeichnung nutzt und sich 23,1% eine Nut-
zung vorstellen können. Hinsichtlich der Nutzungsfrequenz zeigt sich, dass die Fit-
ness- bzw. Gesundheits-Tracker bei jedem Dritten Nutzer (34%) mehrmals pro Wo-
















Abbildung 2: Nutzungsbereitschaft für Fitnessarmband, Smartwatch oder 
App, n=924; Quelle: Schneider (2016: 62) 
 
 
Darüber hinaus ist ein möglicher Nutzungsverzicht aufgrund von Bedenken hin-
sichtlich der Datenverwendung interessant: 10,8% der Befragten geben an, diese 
Geräte früher genutzt zu haben, während rund 30% sich eine Nutzung nicht vor-
stellen können. Die Nichtnutzung von Wearables begründet dabei jeder Dritte voll-
kommen und rund 28% eher mit einer Befürchtung der Weitergabe seiner Daten an 
Dritte (Abb. 3). 
 
Abbildung 3: Einstellung der Nichtnutzer bezüglich der Befürchtung der Da-
tenverwendung durch Dritte, n=376; Quelle: Schneider (2016: 62). 
 
 
Bei der Bewertung der Aussage, dass man bei der Nutzung befürchte, Preise (wie 
Krankenversicherungstarife) könnten sich an den eigenen Lebensstil anpassen, 
ergibt sich uneinheitliches Bild mit 40,4 % Zustimmung, 36,2 % Ablehnung und 
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Abbildung 4: Einstellung der Nichtnutzer bezüglich der Befürchtung individua-
lisierter Preisgestaltung ausgesetzt zu werden (z.B. bei der Krankenversiche-
rung), n=376; Quelle: Schneider (2016: 63). 
 
 
Des Weiteren wurde differenzierter nach der Nutzung von Angeboten (wie Fitness-
armbänder, Smartphone-Apps, Smartwatches) gefragt, welche von der Krankenver-
sicherung oder vom Arbeitgeber kostenfrei oder bezuschusst vergeben wurden. 
Fast alle Umfrageteilnehmer (über 98%) verneinten dies; lediglich je etwa 1% nut-
zen demnach Angebote einer Krankenversicherung oder solche eines Arbeitgebers. 
Es ist aber zu bedenken, dass sich bei dieser Frage die Verzerrungen in der Befra-
gung besonders stark auswirken dürften.  
 
Ferner gab rund jeder Zweite (49,6%) Nutzer von Wearables und Apps an, nicht zu 
wissen, ob er bei der Aufzeichnung von Sport- und Gesundheitsdaten eine Dienst-
leistung nutzt, welche sich durch den Verkauf bzw. die Weitergabe von Daten an 
Dritte finanziert. 38,8% verneinten die Nutzung einer solchen Dienstleistung, wäh-
rend 11,6% dies bejahten. Da unser Sample deutlich in Richtung besonders infor-
mierte Nutzer (hohe Internet- und Sportaffinität, hohes Bildungsniveau) verzerrt 
sein dürfte, ist die große Unwissenheit über die Verwendung der aufgezeichneten 
Daten bemerkenswert. Hinsichtlich der allgemeinen Fragestellung danach, ob die 
Verbraucher generell (also nicht spezifisch auf Smart Fitness bezogen) wissen, wo-
für ihre Daten im Internet verwendet werden, geben immerhin 57,2% der Befrag-
ten an, sich bewusst darüber zu sein, was mit ihren Daten im Internet passiert, 
während rund 30% angeben, sich dessen nicht bewusst zu sein. Der Aussage „Ich 
bin mir bewusst, dass es möglich ist auf Basis meiner Daten unterschiedliche Preis-








lehnen diese Aussage ab). So geben die Nutzer im Ergebnis an, im Hinblick auf da-
tenbasierter Preisdifferenzierung informierter zu sein als bezüglich der allgemeinen 
Datenverwendung (Abb. 5). Noch deutlicher ist das Bild hinsichtlich der Kenntnis 
der Verbraucher, dass man bei kostenlos genutzten Diensten i.d.R. mit den persön-
lichen Daten bezahlt. Hierbei stimmen rund 85% dieser Aussage eher oder voll-
kommen zu. Insgesamt ist die Unsicherheit über die Datenverwendung und -
weitergabe bei Smart Fitness-Daten größer als bei der allgemeinen Internetnut-
zung. 
 
Abbildung 5: Nutzerbewusstsein über allgemeine Datenverwendung und da-
tenbasierte Preisdiskriminierung, n=924; Quelle: Schneider (2016: 64). 
 
 
Dem entsprechend wünschen sich 76,5% der Befragten mehr Informationen zur 
Datenverwendung (8,7% nicht; Rest neutral) und nur 16,7% stimmen der Aussage 
zu „Ich habe mir keine wesentlichen Gedanken über das Thema Datenschutz ge-
macht“ (bei 69,3%, die dieser Aussage eher oder gar nicht zustimmen). Auch wenn 
hier zu einem gewissen Grad ein Soziale-Erwünschtheit-Bias auftreten kann, so un-
terstreichen diese Ergebnisse doch zumindest die Unsicherheit vieler Befragter zum 
Thema Datenverwendung. Dies wird auch zusätzlich dadurch verdeutlicht, dass 
auch diejenigen Nutzer, die angeben zu wissen, dass sie mit ihren Daten bezahlen 
(immerhin 40,4% der Befragten), gleichzeitig angeben Soziale Netzwerke und 
Suchmaschinen mehrmals am Tag (> 50 % und > 70%) zu nutzen. Unsicherheit 
der Nutzer zeigt sich auch bei der Frage danach, ob eine individuelle (monetäre) 
Zahlungsbereitschaft für Internetdienste besteht. Der Aussage „Ich zahle lieber 
nicht für einen Dienst, bin mir aber bewusst, dass der Anbieter meine Daten sam-
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39% die Aussage ablehnt (Abb. 6). Sogar 44,9% stimmen der Aussage „Ich zahle 
lieber für einen Dienst, als dem Anbieter zu erlauben, meine Daten zu verwenden“ 
zu bei einer Ablehnung von 27,2 %, was zwar in der Tendenz mit den Ergebnissen 
zu ersten Aussage übereinstimmt, aber insgesamt deutlicher ausfällt (Abb. 7). Den-
noch besteht bei etwa 40% der Nutzer in unserem Sample eine positive Zahlungs-
bereitschaft für Internetdienste, wenn diese dafür keine personalisierten Daten 
verwenden. Die jeweils recht hohen Werte der neutralen Antwort (jeweils zwischen 
25 und 30%) verstärkt den Eindruck der Unsicherheit der Nutzer beim Thema Da-
tenverwendung bzw. Zahlen-mit-Daten – und das selbst in unserem Sample, wel-
ches wahrscheinlich zu Gunsten besser informierter Nutzer verzerrt ist.  
 








Informationen über die Nutzung personalisierter Daten finden sich typischerweise 
in den Allgemeinen Geschäftsbedingungen (AGB; s. Abschnitt 2.2). Allerdings neh-
men die Nutzer nach eigenen Angaben die Datenverwendungserklärungen in den 
AGB nur bedingt zur Kenntnis. 37,4% überfliegen diese nur kurz und sogar 38,1% 
akzeptieren diese ohne sie überhaupt anzuschauen. Lediglich 2,8% geben an, diese 
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mit den AGB geben die Befragten an, dass diese zu lang (83,5%) und zu kompliziert 
(38,4%) seien. Ein weiterer nennenswerter Grund liegt in der mangelnden Zeit der 
Probanden (52,6%), was mit der Länge der AGB einhergeht, und 38,5% gaben an, 
dass sowieso immer das Gleiche darin enthalten sei. 
 




Das Vertrauen hinsichtlich verschiedener Geräte ergibt das in Abb. 9 visualisierte 
Ergebnis. Sehr auffällig ist, dass Apps (1,8%) und Smartwatches (3,2%) im Ver-
gleich zu Wearables (12,2%) ein sehr geringes Vertrauen zugesprochen wird. 64,2% 
der Probanden vertrauen keinem der drei Geräte in Bezug auf die personenbezoge-
nen Daten. 
 
Abbildung 9: Vertrauen in Produkte, n=924; Quelle: Schneider (2016: 68). 
 
 
Darüber hinaus wurden die Umfrageteilnehmer befragt, an wen sie ihre mit Ge-
sundheits-Apps oder Fitness-Trackern erfassten Daten weiterleiten würden (Abb. 





Ich schaue sie mir nicht an und akzeptiere sie direkt.
Ich überfliege sie kurz und entscheide mich anschließend,
ob ich zustimme.
Einzelne Abschnitte lese ich genauer durch und entscheide
mich anschließend, ob ich zustimme.
Ich lese sie genau durch und entscheide mich
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trauen; nur 2,8 % würden dies tun. Damit sind Arbeitgeber die Gruppe, an welche 
eine Weiterleitung persönlicher Fitnessdaten am Kritischsten gesehen wird. Auf 
Platz 2 folgen mit großem Abstand die Krankenkassen (39,8% auf gar keinen Fall, 
42,1% unter Umständen, 11,3% ja). Die Bereitschaft, die persönlichen Fitnessdaten 
mit Sportartikelherstellern oder Fitnessstudios zu teilen, ist nochmal etwas höher 
(11,8 % und 16,8%; unter Umständen 43,9% und 41,8%), während eine Weiterlei-
tung an den Arzt mit Abstand auf die größte Zustimmung stößt (45,2%; unter Um-
ständen 41,7%). Dass Krankenkassen hier vergleichsweise gut abschneiden und sich 
in ähnlichen Bereichen bewegen wie Sportartikelhersteller und Fitnessstudios, 
könnte damit zu tun haben, dass Ältere (> 35 Jahre) im Sample stark unterreprä-
sentiert sind und damit gerade diejenigen, bei denen das Bewusstsein für gesund-
heitliche Probleme und für das Risiko, Aufschläge zahlen zu müssen, stärker ausge-
prägt ist. 
 
Abbildung 10: Weiterleitung der Sport- und Gesundheitsdaten, n=924; Quelle: 
Schneider (2016: 68). 
 
 
Bei der Frage, welche Anreize die Nutzer zu einer Datenoffenlegung im Sinne der 
Stigler-Posner-Vorstellung motivieren könnte, schneidet individualisierte Werbung 
sehr schlecht ab (Abb. 11): fast 80% geben an, sie würden ihre persönlichen Fit-
ness-Daten für diesen Zweck nicht preisgeben. Auch im Gegenzug für einen indivi-
duellen Kundenservice würden demnach fast 60% ihre Daten nicht offenlegen. An-
ders verhält es sich jedoch bei der Krankenversicherung. Hier würden rund 54% ihre 
Daten offenlegen, wenn sie hierfür einen Versicherungsrabatt oder eine Prämie er-
halten würden. Auch für mehr Urlaubstage oder eine Prämie vom Arbeitgeber wür-
den fast 50% ihre Daten weiterleiten – obwohl gleichzeitig 70,3% angaben, an den 









auf gar keinen Fall
kann ich nicht beurteilen
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Arbeitgeber auf gar keinen Fall persönliche Fitnessdaten weiterleiten zu wollen 
(Abb. 10). Hier zeigt sich eine Form des bekannten Privacy Paradox (Norberg et al. 
2007; Grossklags & Acquisti 2007; Beresford et al. 2011), also dass grundsätzlich 
ein hoher Wert der persönlichen Daten und eine geringe Weitergabebereitschaft 
postuliert wird, welche aber bereits bei geringen Anreizen in sich zusammenfällt. 
 
Abbildung 11: Zustimmung zur Weiterleitung der Daten unter Anreizen, 
n=909; Quelle: Schneider (2016: 69). 
 
 
Schließlich wurden die Umfrageteilnehmer noch mit dem hypothetischen Szenario 
einer individuell angepassten Tarifgestaltung als Konsequenz einer Weiterleitung 
ihrer Persönlichen Fitness- und Gesundheitsdaten an die Krankenversicherung kon-
frontiert (Abb. 12). 81,5% der Befragten geben dabei an, dass sie hier Bedenken 
hätten, nur 8,9% würden dies ohne Sorge sehen. Eine ähnliche Zahl (77,4%) be-
fürchtet zudem, dass die einmal übermittelten Daten nicht nur für die angegebe-
nen, sondern auch für andere Zwecke genutzt werden. Unter dem Framing dieses 
Szenarios wird also die Datenweitergabe an die Krankenkasse deutlich kritischer 
gesehen (Acquisti & Grossklags 2012). Dies könnte für die reale Entwicklung bei der 
Verwendung von personalisierten Fitnessdaten durch Krankenversicherungen auf 
eine Zeitinkonsistenz in der Auffassung der Nutzer hindeuten: solange (junge und 
gesunde) Versicherte Bonusse oder Prämien erhalten, ist die Bereitschaft zur Da-
tenweitergabe vergleichsweise groß, greift aber das dadurch eingeleitete System 
der individualisierten Versicherungsprämien voll durch (und wächst das Bewusst-
sein für Krankheiten und gesundheitliche Einschränkungen), so wird dies negativ 
beurteilt.  
  





Bevorzugte Behandlung beim Arzt









Abbildung 12: Bedenken, dass sich die Versicherungsbeiträge bei einer Ver-




Angaben zu Zahlungsbereitschaften für Datenschutz sind aufgrund vielerlei Verzer-
rungen grundsätzlich mit großer Vorsicht zu betrachten. Rein informativ stellt Tab. 
2 den monetären Preis dar, zu dem die Befragten unterschiedlichen Arten persona-
lisierter Daten gemäß unserer Umfrage verkaufen würden. Dabei wird persönlichen 
Gesundheitsdaten kein besonders hoher Wert im Vergleich zu anderen Daten bei-
gemessen. 
 
Tabelle 2: Monetärer Gegenwert differenziert nach Datenkategorien, n=924; 
Quelle: Schneider (2016: 71). 
 
Im Folgenden werden Zusammenhänge zwischen zwei Variablen, überwiegend un-
ter Zuhilfenahme der Korrelationsanalyse nach Spearman (Spearmans Rangkorrela-
tionskoeffizient) analysiert. Zunächst wird der Einfluss relevanter soziodemografi-







stimme gar nicht zu




kann ich nicht beurteilen
Bedenken
Datenverkauf 1-20 € 21-40 € 41-60 € 61-80 € 81-100 € 101-120 € >120 € nein 
Anmeldeda-
ten 




6,0% 4,8% 5,1% 2,95% 5,3% 4,4% 17,4% 51,9% 
Einkaufsge-
wohnheiten 
6,0% 6,8% 7,0% 5,6% 9,1% 6,1% 20,8% 35,9% 
Gesundheits-
daten 
1,6% 1,9% 3,8% 3,4% 4,9% 3,9% 15,0% 64,1% 
GPS-Daten 3,0% 2,5% 3,9% 3,6% 3,6% 3,9% 14,0% 63,9% 
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von Wearables auf das Bewusstsein und die Sensibilisierung der Verbraucher be-
trachtet. Zur Quantifizierung des Letzteren wurden verschiedene Aussagen über 
Einstellungen und Kenntnisse herangezogen. Im Hinblick auf Alter, Bildung und 
Einkommen liegen signifikante Zusammenhänge vor (Tabelle 3). Es besteht ein ne-
gativer signifikanter Zusammenhang (𝑝𝑝 ≤ 0,01) zwischen Alter und grundlegendem 
Desinteresse an Datenschutz (𝑟𝑟 = −0,132). Mit zunehmendem Alter nimmt das Des-
interesse etwas abzunehmen, woraus folgt, dass bei jüngeren Altersklassen ein ge-
ringeres Interesse an der Thematik Datenschutz herrscht als bei älteren. Das Alter 
und das Bewusstsein über die Finanzierung kostenlos zur Verfügung gestellter 
Dienste (d.h. die Bezahlung mit den eigenen Daten) korrelieren signifikant positiv 
mit 𝑟𝑟 = 0,103 (𝑝𝑝 ≤ 0,01). Mit zunehmendem Alter scheint auch das Bewusstsein für 
die Finanzierungsmodelle zuzunehmen. Zudem haben sowohl Bildung ( 𝑟𝑟 =0,076) als auch Einkommen (𝑟𝑟 = 0,067) einen signifikanten (𝑝𝑝 ≤ 0,05) Einfluss auf 
das Bewusstsein für die Finanzierungsmodelle, wobei naturgemäß Einkommen und 
Bildung signifikant (𝑝𝑝 ≤ 0,01) positiv (𝑟𝑟 = 0,155) korreliert sind. Dies ist insofern 
interessant, da es die Repräsentativität der Stichprobe untermauert. So scheint das 
starke Vorhandensein von Studierenden mit geringem Einkommen in diesem Kon-
text tendenziell keine zu starke Verzerrung der Stichprobe zu verursachen.  
 
Tabelle 3: Korrelationskoeffizient r, Einfluss auf Bewusstsein und Sensibilisie-














(Abb. 21)  
Desinte-
resse 








Alter 0,078** 0,064* 0,103** -0,132** 0,063* 0,094** 
Bildung  / / 0,076* / / / 
Einkom-
men 
/ / 0,067* / / / 
** Die Korrelation ist auf dem 0,01 Niveau signifikant. 
* Die Korrelation ist auf dem 0,05 Niveau signifikant. 
 
Für den Kontext des vorliegenden Beitrags ist ein möglicher Zusammenhang zwi-





cher von Interesse. So könnte davon auszugehen sein, dass sich die Verbraucher mit 
zunehmender Nutzung auch mit einer möglichen Datenverwendung auseinander-
setzen würden. Ein negativer, signifikanter Zusammenhang (𝑝𝑝 ≤ 0,01) liegt mit 𝑟𝑟 =
−0,142 zwischen der Nutzungsfrequenz und der Aussage „Ich habe mir keine we-
sentlichen Gedanken über das Thema Datenweitergabe gemacht“ vor. Mit zuneh-
mender Nutzungsfrequenz von Wearables nimmt demnach die Auseinandersetzung 
mit der Thematik der Datenweitergabe und -nutzung zu.  
 
Auch was die Befürchtungen der Befragten hinsichtlich der Datenverwendung 
durch Dritte, hinsichtlich individualisierter Preise und hinsichtlich störender Wer-
bung angeht, ergeben sich interessante Zusammenhänge (Tabelle 4). Das Alter und 
alle drei Befürchtungsarten korrelieren auf einem Signifikanzniveau von 𝑝𝑝 ≤ 0,01 
positiv miteinander. Der stärkste Effekt (𝑟𝑟 = 0,228) ist zwischen Alter und der Be-
fürchtung individualisierten Preisen, wie individuellen Krankenversicherungstarifen, 
zu beobachten. Insbesondere im Hinblick auf individuelle Krankenversicherungstari-
fe erscheint es plausibel, dass sich Verbraucher älterer Altersklassen davor fürchten, 
dass die Preise an den Lebensstil angepasst und womöglich erhöht werden.  
 
Tabelle 4: Korrelationskoeffizient r, Einfluss auf Befürchtungen; Quelle: 








Alter 0,133** 0,228** 0,204** 
** Die Korrelation ist auf dem 0,01 Niveau signifikant. 
 
Tabelle 5 ist zu entnehmen, dass sowohl das Alter als auch die Nutzungshäufigkeit 
von Wearables positive signifikante Einflüsse auf die Bedenken der Verbraucher ha-
ben. Mit zunehmendem Alter wachsen signifikant (𝑝𝑝 ≤ 0,01) die Bedenken, dass die 
Gesundheitsdaten auch für andere Zwecke als dem ursprünglich vereinbarten ge-
nutzt werden ( 𝑟𝑟 = 0,105). Auch die Nutzungshäufigkeit von Wearables ist signifi-
kant (𝑝𝑝 ≤ 0,01) positiv mit der Aussage „Ich möchte selbst bestimmen, wer meine 
Gesundheitsdaten erhält“ korreliert. (𝑟𝑟 = 0,140). 
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Tabelle 5: Korrelationskoeffizient r, Einfluss auf Bedenken; Quelle: Schneider 
(2016: 74). 
Bedenken Bedenken, dass 
die Gesundheits-












Mir ist es egal, 
wer auf meine 
persönlichen 
Gesundheitsda-
ten Zugriff hat. 
Alter 0,105** 0,082 ** / -0,055* 
Nutzungshäufig-
keit 
 0,128** 0,140** -0,135** 
** Die Korrelation ist auf dem 0,01 Niveau signifikant. 
* Die Korrelation ist auf dem 0,05 Niveau signifikant. 
 
Tabelle 6 ist zu entnehmen, dass sowohl das Alter als auch das Einkommen positiv 
mit der Existenz einer Zahlungsbereitschaft korrelieren. Mit zunehmendem Alter 
(𝑟𝑟 = 0,244) und Einkommen (𝑟𝑟 = 0,185) steigt signifikant (𝑝𝑝 ≤ 0,01) die Präferenz 
für eine monetäre Bezahlung anstelle einer Bezahlung mit den eigenen Daten. Dies 
wird durch die Ergebnisse der rechten Spalte von Tabelle 6 unterstützt. Daraus lässt 
sich schlussfolgern, dass jüngere Altersklassen sowie Teilnehmer mit geringerem 
Einkommen eher dazu geneigt sind ihre Daten für kostenlose Dienste preiszugeben. 
Im Hinblick auf die Internetaffinität sind ebenfalls signifikante Zusammenhänge zu 
erkennen. Auffällig ist hierbei das negative Vorzeichen. Insbesondere die Nut-
zungshäufigkeit Sozialer Netzwerke korreliert negativ mit der Zahlungsbereitschaft. 
Daraus kann geschlussfolgert werden, dass mit zunehmender Internetaffinität die 
Zahlungsbereitschaft für Dienste sinkt und infolgedessen die Datenweitergabe in 
Kauf genommen wird. In Bezug auf generelle Sportaffinität und auf Nutzungshäu-







Tabelle 6: Korrelationskoeffizient r, Einfluss auf Bereitschaft zur Datenweiter-
gabe; Quelle: Schneider (2016: 75). 
Zahlungsbereitschaft 
und Datenweitergabe 
Ich zahle lieber für einen Dienst 
als dem Anbieter zu erlauben 
meine Daten zu verwenden. 
Ich zahle lieber nicht für einen 
Dienst, bin mir aber bewusst, dass 
der Anbieter meine Daten sammelt 
und verwendet. 
Alter 0,244** -0,173** 
Einkommen 0,185** -0,151** 
Internetaffinität 
   Online-Speicherung 
-0,113** 0,139** 
   Online-Spiele -0,070* 0,056* 
   Soziale Netzwerke -0,212** 0,198** 
   Suchmaschinen -0,077** 0,073* 
   Videoplattformen -0,109** 0,060* 
** Die Korrelation ist auf dem 0,01 Niveau signifikant. 
* Die Korrelation ist auf dem 0,05 Niveau signifikant. 
 
Nicht überraschend bestehen auch signifikante Korrelationen zwischen geäußerten 
Befürchtungen (Weitergabe an Dritte, individualisierte Preise, störende Werbung) 
und der Höhe des Preises, den die Befragten für den Verkauf ihrer Daten gemäß 
ihrer Angaben verlangen zu würden (Tab. 8). Hierbei ist der positive (𝑟𝑟 = 0,300) Zu-
sammenhang zwischen der Befürchtung vor individualisierten Preisen und dem Da-
tenpreis für Gesundheitsdaten besonders interessant, der auf dem 0,01 Niveau sig-
nifikant ist. In dieselbe Richtung weist der auf dem Signifikanz-Niveau von 0,01 be-
stehende Zusammenhang (𝑟𝑟 = 0,278) zwischen der Aussage „Ich habe Bedenken, 
dass die übermittelten Daten auch für andere Zwecke genutzt werden“ und dem 
geforderten Preis für Gesundheitsdaten. Demgemäß zeigt sich, dass der Datenpreis 
mit zunehmenden Bedenken der Teilnehmer steigt. Zudem ist die Bereitschaft zur 
Datenweitergabe über alle Datenkategorien hinweg signifikant (𝑝𝑝 ≤ 0,01) mit dem 
Datenpreis korreliert. Die Bereitschaft zur Datenweitergabe wurde durch die Aussa-
ge „Ich zahle lieber nicht für einen Dienst, bin mir aber bewusst, dass der Anbieter 
meine Daten sammelt und verwendet“ quantifiziert. Die Aussage impliziert zum 
einen, dass die entsprechende Dienstleistung einen höheren Wert als die persönli-
chen Daten hat. Da Kenntnisse über Datensammlung und -verwendung vorausge-
setzt werden, kann dies zum anderen mit einer grundlegenden Bereitschaft zur Da-
tenweitergabe gleichgesetzt werden. So sollte jemand, der lieber nicht für einen 
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Dienst zahlt und dadurch die Datensammlung und -verwendung in Kauf nimmt, 
auch eher dazu bereit sein, seine persönlichen Daten zu verkaufen und dies auch zu 
einem geringeren Preis. Hierbei ergab die Analyse hinsichtlich des Verkaufs von Ge-
sundheitsdaten einen negativen Zusammenhang mit 𝑟𝑟 = −0,313. Folglich wird die 
Vermutung bestätigt, dass, mit zunehmender Bereitschaft zur Datenweitergabe, 
der Datenpreis für verschiedene Datenkategorien, insbesondere jene der Gesund-
heitsdaten, sinkt. 
 
Tabelle 8: Korrelationskoeffizient r, Einfluss auf den Datenpreis; Quelle: 















wendung durch Dritte 
0,156** 0,188** 0,216** 0,245** 0,113* 
Befürchtung: Individuali-
sierte Preise (z.B. Kran-
kenversicherung) 




0,115** 0,182** 0,212** 0,158** 0,086* 
** Die Korrelation ist auf dem 0,01 Niveau signifikant. 
* Die Korrelation ist auf dem 0,05 Niveau signifikant. 
 
3.2 Vergleich zu anderen empirischen Studien  
Empirische Studien zu Wearables, Smart Fitness und Datennutzung sind bisher sehr 
selten. Die meisten existierenden basieren auf Umfragen und sind im Auftrag von 
Akteuren im Sport- oder Gesundheitsmarkt durchgeführt worden. Sie erfassen re-
gelmäßig jeweils nur (jeweils unterschiedliche) Teile unserer Umfrage (Übersicht: 
Schneider 2016: 37-47). Inwiefern stimmen die dort erhobenen Ergebnisse mit je-
nen unserer Studien überein? In einer Reihe von Aspekten wurden sehr ähnliche 
Ergebnisse erzielt: 
 
- Datenschutzbedenken (Bitkom 2015a: 33; Research2guidance 2014: 34). 
- Unsicherheit und Wissensdefizite der Verbraucher über die Datenverwen-





- Ignoranz und Nicht-Verständnis der AGB (Bitkom 2015c: 10), wobei der An-
teil derer, welche angeben, die AGB i.d.R. aufmerksam und vollständig zu le-
sen mit 2,8% noch niedriger liegt als bei Bitkom (14%). 
- Befürchtung, dass Datenweiterleitung zu einer Erhöhung der Krankenversi-
cherungsbeiträge führen könnten (YouGov 2015b). 
- Monetärer Wert der Daten; mit dem Alter der Befragten steigender zuge-
schriebener Wert der persönlichen Daten (SAS Deutschland 2015: 9). 
-  
In anderen Bereichen sind hingegen auffällige Abweichungen zu konstatieren: 
- Internetaffinität: die Befragten in unserer Studie nutzen in nahezu allen Be-
reichen und Kategorien das Internet intensiver als in anderen Umfragen (bei-
spielsweise ARD/ZDF Online-Studie 2015: 372). Dies ist dem Selbstselektions-
bias unserer Onlinebefragung geschuldet. Insofern fokussiert unsere Studie 
stärker auf die vergleichsweise interneterfahrenen und -informierten Nutzer. 
- Sportaffinität: der Anteil Sporttreibender ist in unserer Studie viel höher als 
in anderen bisherigen Studien. Sind in unserer Studie fast 88% der Befragten 
mindestens einmal pro Woche sportlich aktiv, so weisen andere Studien hier 
Werte von nur 50% auf (TK 2016: 23). Zum einen macht sich hier bemerkbar, 
dass junge Altersklassen, welche typischerweise sportaffiner sind (Robert 
Koch-Institut 2014), in unserer Studie überrepräsentiert sind, zum anderen 
wirkt auch hier ein Selbstselektionsbias.  
- Nutzung von Wearables und Fitness-Apps: Sehr heterogen sind die Ergebnis-
se verschiedener Studien hinsichtlich der Nutzung von Wearables (Abb. 13). 
Unsere eigene Studie und jene von Bitkom (2016) liegen mit 36,3% bzw. 
37% der Befragten sehr dicht beieinander. Dem entgegen stehen die Studien 
der Continentale (2015: 6) und der Internet World Messe (2015: 10), in de-
nen jeweils nur 6% der Befragten an, einen Fitness-Tracker zu nutzen. Eine 
Studie von PwC (2015: 7) ergab, dass bereits 17,2% der Deutschen mindes-
tens ein Wearable besitzen. Zwar wurden die Studien zu unterschiedlichen  
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Zeitpunkten in einem dynamisch wachsenden Markt durchgeführt, jedoch 
scheinen die Abweichungen für die knapp zwei Jahre Differenz zu groß zu 
sein. Die Continentale hat zudem ausschließlich Personen ab 25 Jahren be-
fragt. Ein weiterer Grund könnte in einem unklaren Verständnis von Begriff-
lichkeiten wie Wearables, Fitness-Tracker oder Activity-Tracker liegen. 
Schließlich könnte man wiederum über die Verzerrungen in unserer Studie 
nachdenken, allerdings finden wir einen sehr ähnlichen Wert wie die eben-
falls recht aktuelle und repräsentative Bitkom-Studie.  
 
Abbildung 13: Nutzung von Wearables; Quellen: Schneider (2016: 86), Bitkom 







- Vertrauen in die Unternehmen und Anreize zur Datenweiterleitung: Unsere 
Studie kommt zu den Ergebnissen, dass lediglich 11,3% der Befragten ihre 
Daten an die Krankenkasse weiterleiten würden. 42,1% würden dies unter 
bestimmten Umständen tun. Andere Studien kommen zu einer höheren un-
bedingten Bereitschaft der Datenweiterleitung an die Krankenversicherung 
(32% bei YouGov 2015b; 37% bei Bitkom 2015b; 28% bei Continentale 
2015: 6; 26% bei PwC 2015: 11). Gemäß der Bitkom-Studie (2015b) erwar-
ten zudem 19% der Verbraucher Rabatte und 10% eine Prämie für die Da-
tenweiterleitung an die Krankenkasse. Auch gemäß der YouGov-Studie 
(2015a) würde ferner jeder Dritte seine Daten für gewisse Vorteile an die 
Krankenversicherung weitergeben. Ein direkter Vergleich ist allerdings auf-
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den anderen Studien kaum möglich. Hinsichtlich der Weiterleitung an ein 
Fitnessstudio sowie an den Arbeitgeber konnten hingegen vergleichbare 
Werte generiert werden. 
 
Insgesamt kann festgehalten werden, dass dort, wo vergleichbare Fragen gestellt 
worden sind, in der Regel auch ähnliche Resultate erzielt worden sind, was – trotz 
der fehlenden Repräsentativität – ein imperfektes Indiz für die Zuverlässigkeit unse-
rer Resultate verstanden werden kann, insbesondere bei sehr vorsichtiger Interpre-
tation. 
 
3.3 Interpretation  
Obwohl die vorliegende empirische Evidenz aufgrund einer Reihe von Verzerrungen 
mit großer Vorsicht zu interpretieren ist, so können doch – mindestens in der Ten-
denz – einige allgemeine Schlussfolgerungen gezogen werden: 
- Es besteht auf Seiten der Nutzer eine erhebliche Unwissenheit über die Nut-
zung und den Wert personalisierter Daten; dies gilt sogar auch für ein Samp-
le, welches in Richtung besserinformierter, gebildeter und internetaffiner 
Nutzer verzerrt ist. 
- Die Unsicherheit über die Datenverwendung und -weitergabe ist bei Smart 
Fitness-Daten (noch) größer als bei der allgemeinen Internetnutzung. Das 
Vertrauen in Datensicherheit ist hier besonders gering. 
- AGB inklusive der dort kodifizierten Datennutzungsbestimmungen werden 
kaum gelesen und /oder verstanden. 
- Die Bereitschaft, personalisierte Daten offenzulegen, wächst stark mit mone-
tären Anreizen, während gleichzeitig die Bereitschaft, den Empfängern die-
ser Daten eben jene zu überlassen, (oftmals kategorisch) verneint wird. Inso-
fern ist auch hier eine Art des Privacy Paradox zu erkennen. Ferner stützt dies 
die Feststellung einer erheblichen Verunsicherung beim „Handel“ und „Be-
zahlen“ mit personalisierten Daten seitens der Konsumenten. 
- Datenbasierte individualisierte Werbung wird von den Beworbenen mehr-
heitlich nicht als positiv empfunden. 
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- Während datenbasierte „Bonusse“ oder „Prämien“ bei Krankenversiche-
rungstarifen tendenziell und vergleichsweise positiv bewertet werden, wird 
eine datenbasierte individualisierte Gestaltung der Krankversicherungstarife 
sehr stark negativ gesehen. Es wird dabei offenbar nicht realisiert, dass Bo-
nusse oder Prämien ein Einstieg in die individualisierte Bepreisung darstellen, 
so dass hier die Gefahr von Zeitinkonsistenzen bei der Beurteilung individua-
lisierter Preise besteht. 
- Sowohl die Sensibilisierung für und die Sorgen vor der Verwendung persona-
lisierter Daten nehmen signifikant mit Alter und Nutzungshäufigkeit zu. 
- Viele Nutzer geben an, dass sie eine positive Zahlungsbereitschaft für Inter-
netdienste besitzen, wenn sie dafür die Verwendung ihrer persönlichen Da-
ten reduzieren können. Tendenziell gilt dies am Wenigsten für junge und für 
einkommensschwache Nutzer. 
 
Mit Blick auf die ökonomische Theorie personalisierter Daten (Abschnitt 2.1) lässt 
sich feststellen, dass die empirischen Erkenntnisse sehr deutlich darauf hinweisen, 
dass viele Nutzer beschränkt-rational und mit erheblichen Wissensmängeln im Be-
reich Smart Fitness agieren. Wenn Informationsasymmetrien bestehen, dann ten-
denziell eher zu Lasten der Nutzer als zu Gunsten der Nutzer. Insofern befinden wir 
uns hier eher nicht in einer Stigler-Posner-Welt, sondern moderne verhaltensöko-
nomische Modelle dürften besser geeignet sein, die Marktbeziehungen im Bereich 
Smart Fitness abzubilden. 
 
Mit Blick auf die zu vermutenden Wohlfahrtseffekte (Abschnitt 2.4) unterstützt die 
vorliegende, recht imperfekte empirische Evidenz damit jedenfalls nicht die wohl-
fahrtsfördernden Effekte der Bereitstellung personalisierter Daten im Sinne des Hei-
lens asymmetrischer Informationen zu Lasten der Anbieter. Auch eine wohlfahrts-
fördernde Wirkung datenbasiert-personalisierter Werbung kann zumindest nicht 
unterstützt werden. Hingegen liefern die empirischen Erkenntnisse Hinweise, dass 
wohlfahrtsgefährdende Elemente vorliegen, wie beispielsweise eine mangelnde An-
tizipation einer Entwicklung in Richtung individualisierter Preise (Tarife) durch die 





onsverhalten seitens der Nutzer (zum Beispiel das Ignorieren der AGB). Insbesonde-
re bestätigt sich die in Abschnitt 2.4 dargelegte Vermutung, dass begrenzt-
rationales Verhalten bei der Weiterleitung gesundheitsbezogener Daten an die 
Krankenversicherung dazu führen kann, dass viele Nutzer dies zunächst positiv se-
hen, weil es mit Prämien oder Bonussen verknüpft ist. Kommt es hingegen (im Zeit-
ablauf) zu einer individualisierten Tarifgestaltung auf Basis dieser Daten, so wird 
diese mit großer Mehrheit sehr stark negativ bewertet. Mit anderen Worten, einer 
Einführung des Endzustandes würde man nicht zustimmen, aber es wird nicht hin-
reichend realisiert, dass die Einstiegsmaßnahmen genau dorthin führen können. 
Hinzu käme dann noch die – empirisch nicht überprüfte – Gefahr einer inkrementel-
len Erosion der Freiwilligkeit der Datenbereitstellung (siehe Abschnitt 2.4). 
 
In Bezug auf andere für die Wohlfahrtseffekte wesentliche Aspekte wie die „Waf-
fengleichheit“ zwischen Datenextraktions- und Datenschutztechnologien oder die 
Wettbewerbsintensität zwischen den Anbietern (beispielsweise zwischen den Kran-
kenversicherungen) können auf Basis der vorliegenden empirischen Erkenntnisse 
keine Aussagen getroffen werden. 
 
4. Fazit 
Die gesellschaftliche Mode der Selbstvermessung und -optimierung durch digitale 
Medien (Apps, Wearables, Smartwatches, etc.) generiert individualisierte Daten 
über die persönliche Fitness und den individuellen Lebensstil der Nutzer. Diese Da-
ten sind für eine Reihe von Akteuren von erheblichem ökonomischem Interesse, 
beispielsweise für Sportartikelhersteller, aber auch für Krankenversicherungen und 
Arbeitnehmer. Die ökonomische Theorie personalisierter Daten zeigt, dass von der 
Bereitstellung solcher personalisierter Daten positive Wohlfahrtseffekte ausgehen 
können, wenn damit Informationsasymmetrien zu Lasten der Anbieter reduziert 
werden. In dynamischer Sicht ermöglichen personalisierte Daten eine Individualisie-
rung des Angebotes über präferenzgerechtere Produkte. Diese positiven Wohl-
fahrtseffekte hängen dabei meist von der informierten und rationalen (und damit 
auch freiwilligen) Entscheidung der Nutzer ab, ihre Daten zur Verfügung zu stellen. 
Die Literatur zeigt auch, dass in Szenarien, in welchen die Nutzer die Tiefe, Weite, 
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Zwecke und Art der Verwendung ihrer Daten nicht abschätzen können, keine Mög-
lichkeit haben, eine Datenbereitstellung zu verhindern oder generell sich in einer 
Situation asymmetrischer Informationen zu Gunsten der Unternehmen befinden, 
sich die Wohlfahrtseffekte umdrehen können. Diese Szenarien gehen oft mit der 
Annahme lediglich begrenzt-rationalen Verhaltens der Nutzer einher. Insbesondere 
eine Individualisierung der Bepreisung (Preisdiskriminierung) wirkt insgesamt wohl-
fahrtsmindernd, sobald eine hinreichende Menge „naiver“ Nutzer im Markt ist. 
 
Die vorläufige und mit erheblichen Unsicherheiten belastete empirische Evidenz 
deutet sehr klar daraufhin, dass erhebliche Informationsmängel auf Seiten der Nut-
zer bestehen. Dies manifestiert sich in einer durchgreifenden Verunsicherung der 
Nutzer sowie in Inkonsistenzen zwischen Aussagen und Verhalten (privacy paradox) 
und zwischen der Bewertung des Entwicklungspfades zu individualisierten Preisen 
und dem logischen Endzustand. Es scheinen auch grundsätzlich Zahlungsbereit-
schaften für digitale Services zu bestehen, wenn im Gegenzug die Verwendung 
personalisierter Daten eingeschränkt wird – nur bestehen oftmals keine derartigen 
Angebote. Insgesamt spielt sich das Smart Fitness-Phänomen daher nicht in einer 
Welt ab, in welcher Informationsasymmetrien zu Lasten der Unternehmen dominie-
ren und intensive Generierung und Verwendung personalisierter Daten tendenziel-
ler zu Wohlfahrtsgewinnen führt. Zwar dürfen Effizienzpotenziale nicht übersehen 
werden, beispielsweise bei der Entwicklung individualisierter Fitness-Produkte und –
Services oder bezüglich der Generierung von besserem Wissen über Medikationen. 
Das empirische Bild passt dennoch insgesamt eher zu einer Welt (maximal) be-
grenzt-rationaler Nutzer, welche unter erheblichen Informationsmängeln in nicht 
unerheblicher Weise „naiv“ agieren. Insofern kann aus der ökonomischen Theorie 
eine Berechtigung hergeleitet werden, über begrenzende Regulierungen nachzu-
denken. Dies gilt insbesondere für die Nutzung (nicht-anonymisierter) individueller 
Fitness- und Lifestyledaten durch Arbeitgeber und Krankenversicherungen. Hier ist 
auch eine politökonomische Falle zu beachten: selbst wenn ein erheblicher Teil der 
Nutzer bereits auf verhältnismäßig geringe ökonomische Anreize mit Datenbereit-
stellung reagiert, so kann dies dennoch damit einhergehen, dass die tatsächliche 





rungstarife nicht akzeptiert wird. Dies birgt die Gefahr einer wachsenden Skepsis 
gegenüber Marktprozessen insgesamt, welcher dann über die Unterstützung 
marktfeindlicher und regulierungsfreundlicher Politik mehr Wohlfahrtsschäden an-
richten kann, als dass Effizienzgewinne aus der Nutzung personalisierter Daten 
möglich sind. Dies gilt umso mehr, als das sowohl Arbeitgeber als auch Krankenver-
sicherungen über Marktmacht verfügen können und Anreize haben, pauschalisie-
rende Methoden einzusetzen, welche nur im statistischen Mittel, nicht aber im Ein-
zelfall sachadäquat sind. 
 
Während also einerseits gute Gründe für eine regulierende Begrenzung der Nut-
zung von Smart Fitness-Daten sprechen, so ist auf der anderen Seite aber auch zu 
bedenken, dass es auch positive Wirkungen gibt (präferenzgerechtere Produkte und 
Services der Sportartikelindustrie; Generierung von besserem therapeutischem Wis-
sen), die nicht zwangsläufig untrennbar von den Gefahren sind. Beispielsweise 
könnten für den Zweck der Verbesserung von Pharmaprodukten bereits anonymi-
sierte Daten einen erheblichen Beitrag leisten, während die Nutzung durch Arbeit-
geber (Karriereentscheidungen) und Krankenversicherungen (individualisierte Tarife) 
an der Identifikation der Individuen hängt. Um zu einer genaueren und differenzier-
teren Einschätzung so gelangen, ist allerdings sowohl eine Weiterentwicklung der 
einschlägigen ökonomische Theorie als auch insbesondere eine systematische empi-
rische Erforschung des Smart Fitness-Phänomens erforderlich. 
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