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                                                     GLOSARIO 
Dirección IP 
Una dirección IP es la etiqueta numérica de manera lógica y jerárquica una 
interfaz, es el protocolo de Internet, en otras palabras las direcciones IP son la 
forma estándar como se identifica un equipo que se encuentra conectado a 
Internet, cada dirección IP consta de cuatro números separados por puntos, en 
que cada número es menor de 256. 
 
Gateway, Pasarela o puerta de acceso 
La pasarela o puerta de entrada o de enlace, es el dispositivo que actúa como 
interfaz de conexión entre dispositivos, el  Computador que se encarga de 
realizar la conversión de protocolos entre los diferentes tipos de redes o 
aplicaciones.  
 
Bandwidth o Ancho de Banda  
El ancho de banda es la cantidad de datos y recursos de comunicación 
disponible que puede ser enviada o recibida durante un tiempo determinado a 
través de un circuito de comunicación, el ancho de banda expresado en bits se 
conoce típicamente como el rango neto de bits o la máxima salida del sistema 
de comunicación digital. 
 
DHCP: 
El protocolo de configuración dinámica del host o DHCP por sus siglas del inglés 
"Dynamic Host Configuration Protocol". Es un protocolo de red de tipo cliente, 
servidor,  usa este protocolo para asignar de forma dinámica las direcciones IP 
a las diferentes computadoras de la red 
 
VLAN - Red de Área Local Virtual 
La Red de área local virtual es un tipo  de red que puede ser o parecer  una 
pequeña red de área local (LAN) pero en realidad es la construcción lógica que 
permite la conectividad con diferentes paquetes de software. Esta red puede 
















El desarrollo de esta prueba de habilidades se implementa como muestra de las 
capacidades y conocimientos adquiridos durante el transcurso del diplomado de 
profundización CISCO CCNP como alternativa de opción de grado para optar 
por el título de ingeniero en electrónica, a través de este documento se encuentra 
desarrollado de los dos escenarios de la guía de actividades, se realiza la 
configuración de los diferentes routers, switches, las conmutaciones de los 
equipos, redes etc... Mediante los comandos e interfaces como Los loopback, 
los DTP, protocolos dinámicos, asignación de las  VLAN, cada paso y 
programación realizada se  encuentra desarrollada tanto a nivel del código 
manual como al nivel del simulador de CISCO packet tracer. 
 






The development of this skills test is implemented as a sample of the skills and 
knowledge acquired during the course of the CISCO CCNP deepening diploma 
as  alternative to the degree option to opt for the title of electronics engineer, 
through this document it  developed from the two scenarios of the activity guide, 
it is configures the different routers, switches, the equipment switches, networks 
etc ... Using commands and interfaces such as loopbacks, DTPs, dynamic 
protocols, VLAN assignment, each step and programming carried out is 
developed both at the level of manual code as well as simulator level of CISCO 
packet tracer. 
 


























La presente prueba de habilidades prácticas es desarrolladas como método o 
herramienta de evaluación del curso Diplomado de profundización de CCNP, la 
actividad busca medir las habilidades y competencias que el estudiante adquirió 
durante el desarrollo del diplomado y cada una de las actividades desarrolladas 
en el mismo, esta evaluación pone a prueba los conocimientos del estudiante 
mediante la resolución de problemas relacionados con redes. 
 
Esta actividad final del diplomado cuenta con dos escenarios que cada 
estudiante realizará cada una de las configuraciones necesarias para resolver  
los dos problemas propuestos, verificando cada proceso con las respectivas 
simulaciones. 
 
El desarrollo de cada uno de los escenarios esta evidenciado mediante anexo 
de imágenes y códigos de los que se han utilizado en la configuración de cada 
dispositivo, terminal, enrutador, etc… al igual que las simulaciones de los ítems 









































Información para configuración de los Routers 
 
Tabla 1. Interfaces loopback para crear R1 
 
 





Tabla 3. loopback para crear R3 
 
 




Configure una relación de vecino BGP entre R1 y R2. R1 debe estar en AS1 y 
R2 debe estar en AS2. Anuncie las direcciones de Loopback en BGP. Codifique 
los ID para los routers BGP como 22.22.22.22 para R1 y como 33.33.33.33 para 
R2. Presente el paso a con los comandos utilizados y la salida del comando show 









Figura 2. Escenario 1 montaje en packet tracer 
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R1(config-if)#ip add 192.1.12.1 255.255.255.0 
R1(config-if)#clock rate 64000 
R1(config-if)#no sh 
R1(config-if)#int loopback 0 
R1(config-if)#ip add 1.1.1.1 255.0.0.0 
R1(config-if)#int loopback 1 













R2(config)#int fastEthernet 0/0  
R2(config-if)#ip add 192.1.23.2 255.255.255.0 
R2(config-if)#no sh 
R2(config-if)#exit 
R2(config)#int loopback 0 
R2(config-if)#ip add 2.2.2.2 255.0.0.0 
R2(config-if)#int loopback 1 














R3(config-if)#ip add 192.1.34.3 255.255.255.0 
R3(config-if)#no sh 
R3(config-if)#exit 
R3(config)#int fastEthernet 0/0 
R3(config-if)#ip add 192.1.23.3 255.255.255.0 
R3(config-if)#no sh 
R3(config-if)#exit 
R3(config)#int loopback 0 
R3(config-if)#ip add 3.3.3.3 255.0.0.0 
R3(config-if)#exit 
R3(config)#int loopback 1 











R4(config-if)#ip add 192.1.34.4 255.255.255.0 
R4(config-if)#clock rate 64000 
R4(config-if)#no sh 
 
R4(config)#int loopback 0 
R4(config-if)#ip add 4.4.4.4 255.0.0.0 
R4(config-if)#exit 
R4(config)#int loopback 1 





Configure una relación de vecino BGP entre R1 y R2. R1 debe estar en AS1 y 
R2 debe estar en AS2. Anuncie las direcciones de Loopback en BGP. Codifique 
los ID para los routers BGP como 22.22.22.22 para R1 y como 33.33.33.33 para 

















R1(config)#router bgp 1 
R1(config-router)#no synchronization  
R1(config-router)#bgp router-id 22.22.22.22 
R1(config-router)#neighbor 192.1.12.2 remote-as 2 
R1(config-router)#network 1.0.0.0 mask 255.0.0.0 







R2(config)#router bgp 2 
R2(config-router)#no synchronization 
R2(config-router)#bgp router-id 33.33.33.33 
R2(config-router)#neighbor 192.1.12.1 remote-as 1 
R2(config-router)#network 2.0.0.0 mask 255.0.0.0 













COMANDO SHOW IP ROUTE EN R2 
 
 





Configure una relación de vecino BGP entre R2 y R3. R2 ya debería estar 
configurado en AS2 y R3 debería estar en AS3. Anuncie las direcciones de 
Loopback de R3 en BGP. Codifique el ID del router R3 como 44.44.44.44. 
Presente el paso a con los comandos utilizados y la salida del comando show ip 
route. 
 






R2(config)#router bgp 2 









R3(config)#router bgp 3 
R3(config-router)#bgp router-id 44.44.44.44 
R3(config-router)#no synchronization 
R3(config-router)#neighbor 192.1.23.2 remote-as 2 
R3(config-router)#neighbor 192.1.34.4 remote-as 4 
R3(config-router)#network 3.0.0.0 mask 255.0.0.0 























Configure una relación de vecino BGP entre R3 y R4. R3 ya debería estar 
configurado en AS3 y R4 debería estar en AS4. Anuncie las direcciones de 
Loopback de R4 en BGP. Codifique el ID del router R4 como 66.66.66.66. 
Establezca las relaciones de vecino con base en las direcciones de Loopback 0. 
Cree rutas estáticas para alcanzar la Loopback 0 del otro router. No anuncie la 
19 
 
Loopback 0 en BGP. Anuncie la red Loopback de R4 en BGP. Presente el paso 






Router(config)#router bgp 3 









R4(config)#router bgp 4 
R4(config-router)#bgp router-id 66.66.66.66 
R4(config-router)#no synchronization 
R4(config-router)#neighbor 192.1.34.3 remote-as 3 
R4(config-router)#network 4.0.0.0 mask 255.0.0.0 

























Topología en packet tracer 
 




Todos los switches se configurarán para usar VTP para las actualizaciones de 
VLAN. El switch SW-BB se configurará como el servidor. Los switches SW-AA y 
SW-CC se configurarán como clientes. Los switches estarán en el dominio VPT 
llamado CCNP y usando la contraseña cisco. 
 






SW-AA(config)#vtp domain CCNP 
SW-AA(config)#vtp mode client 
SW-AA(config)#vtp pass CISCO 
SW-AA(config)#vtp version 2 









SW-BB(config)#vtp domain CCNP 
SW-BB(config)#vtp mode server 
SW-BB(config)#vtp pass CISCO 






SW-CC(config)#vtp domain CCNP 
SW-CC(config)#vtp mode client 
SW-CC(config)#vtp pass CISCO 






2. Verifique las configuraciones mediante el comando show vtp status. 























Configurar DTP (Dynamic Trunking Protocol)  
 
Configure un enlace troncal ("trunk") dinámico entre SW-AA y SW-BB. Debido a 
que el modo por defecto es dynamic auto, solo un lado del enlace debe 
configurarse como dynamic desirable. 
 
Configuración de enlaces trocales en cada switch 
 
SW-AA 
    SW-AA#conf t 
    SW-AA(config)#int fa0/1 
    SW-AA(config-if)#switchport mode trunk  





SW-BB(config-if)#switchport mode trunk 
 
 
















6. Entre SW-AA y SW-BB configure un enlace "trunk" estático utilizando el 











SW-BB(config-if)#switchport mode trunk 
 
 
7. Verifique el enlace "trunk" el comando show interfaces trunk en SW-AA. 
 


















SW-CC(config-if)#switchport mode trunk 
 
 
Agregar VLANs y asignar puertos.  
 
9. En SW-AA agregue la VLAN 10. En SW-BB agregue las VLANS Compras (10), 





















10. Verifique que las VLANs han sido agregadas correctamente. 
 




Figura 17. Comprobación de las VLAN en SW-BB 
 
 
11. Asocie los puertos a las VLAN y configure las direcciones IP de acuerdo con 
la siguiente tabla.  
 
Tabla 5. Configuraciones direcciones IP 
 
 
X = número de cada PC particular 
 
 
12. Configure el puerto F0/10 en modo de acceso para SW-AA, SW-BB y SW-
















SW-CC(config-if)#switchport access vlan 10 
 
 
13. Repita el procedimiento para los puertos F0/15 y F0/20 en SW-AA, SW-BB y 
SW-CC. Asigne las VLANs y las direcciones IP de los PCs de acuerdo con la 






SW-AA(config-if)#switchport access vlan 25 
SW-AA(config-if)#int fa0/20 




SW-BB(config-if)#switchport access vlan 25 
SW-BB(config-if)#int fa0/20 




SW-CC(config-if)#switchport access vlan 25 
SW-CC(config-if)#int fa0/20 
SW-CC(config-if)#switchport access vlan 30 
 
 




Figura 18. Configuración PC 7 
 
 






Figura 20. Configuración PC 9 
 
 
(Los demás puertos del 1 al 6 también han sido configurados) 
 
Configurar las direcciones IP en los Switches.  
14. En cada uno de los Switches asigne una dirección IP al SVI (Switch Virtual 
Interface) para VLAN 99 de acuerdo con la siguiente tabla de direccionamiento 
y active la interfaz.  
 




SW-AA(config)#int vlan 99 
SW-AA(config-if)#ip add 190.108.99.1 255.255.255.0 
SW-AA(config-if)#no sh 
 








SW-AA(config)#int range fa0/4-9 
SW-AA(config-if-range)#shutdown 
SW-AA(config-if-range)#exit 
SW-AA(config)#int range fa0/11-14 
SW-AA(config-if-range)#shutdown 
SW-AA(config-if-range)#exit 
SW-AA(config)#int range fa0/16-19 
SW-AA(config-if-range)#shutdown 
SW-AA(config-if-range)#exit 







SW-BB# conf t 
SW-BB(config)#int vlan 99 
SW-BB(config-if)# 
SW-BB(config-if)#ip add 190.108.99.2 255.255.255.0 
SW-BB(config-if)#no sh 
 







SW-BB(config)#int range fa0/4-9 
SW-BB(config-if-range)#shutdown 
SW-BB(config-if-range)#exit 
SW-BB(config)#int range fa0/11-14 
SW-BB(config-if-range)#shutdown 
SW-BB(config-if-range)#exit 
SW-BB(config)#int range fa0/16-19 
SW-BB(config-if-range)#shutdown 
SW-BB(config-if-range)#exit 











SW-CC(config-if)#ip add 190.108.99.3 255.255.255.0 
SW-CC(config-if)#no sh 
 







SW-CC(config)#int range fa0/4-9 
SW-CC(config-if-range)#shutdown 
SW-CC(config-if-range)#exit 
SW-CC(config)#int range fa0/11-14 
SW-CC(config-if-range)#shutdown 
SW-CC(config-if-range)#exit 
SW-CC(config)#int range fa0/16-19 
SW-CC(config-if-range)#shutdown 
SW-CC(config-if-range)#exit 




Verificar la conectividad Extremo a Extremo  
 
15. Ejecute un Ping desde cada PC a los demás. Explique por qué el ping tuvo 









Figura 22. Ping PC 9 
 
 
R- El ping es exitoso cuando son equipos que están en la misma vlan. 
 
El ping no tuvo éxito en las demás vlan puesto que no se realizó un enrutamiento 
para que compartan información entre ellas. 
 
 
16. Ejecute un Ping desde cada Switch a los demás. Explique por qué el ping 
tuvo o no tuvo éxito.  
 
Ping desde SW-AA 
36 
 




Ping desde SW-BB 
 




17. Ejecute un Ping desde cada Switch a cada PC. Explique por qué el ping tuvo 
o no tuvo éxito.  
 



































Con el desarrollo del curso de opción de grado del diplomado de profundización 
en CCNP adquirimos diferentes habilidades para la configuración de redes que 
están orientadas al área de  telecomunicaciones, profesional. 
 
EL protocolo BGP es un protocolo de enrutamiento que se diferencia de los 
demás protocolos por ser capaz de determinar la mejor ruta, teniendo en cuenta 
diferente variables, como la preferencia local, MED, la ruta AS, el peso, etc. 
 
El uso de la herramienta de cisco Packet Tracer hemos podido realizar las  
simulaciones de cada ejercicio y escenario propuesto en los entornos de las 
diferentes actividades y nos permite variar los parámetros para comprender más 
a fondo las características de los protocolos implementados, también nos 
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