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 Uygarlığın gelişiminde bilginin, bilgiyi paylaşmanın, paylaşılan bilgiyi 
kullanarak yeni bilgiler üretmenin payı oldukça yüksektir. Teknolojinin ulaştığı 
seviye göz önüne alındığında; bilgi paylaşımı, kullanımı ve yeni bilgiler elde 
edilmesinde bilgisayar ve iletişim, diğer bir ifade ile bilişim teknolojileri 
vazgeçilmez olmuştur. Bilgiyi en büyük oranda elinde bulunduran ve kullanan 
devlettir. Bilginin kullanımı ve paylaşımı hususunda sağladığı hız, kesintisiz hizmet 
verme olanağı, vb. sebeplerle devletin bu teknolojiyi kullanımı vazgeçilemez bir 
seçenek olmuştur. Devletin bu teknolojiyi kullanması e-Devlet olması anlamına 
gelmektedir. E-Devlet ülkemize özellikle maddi alanda büyük kazanımlar sağlayacak 
olan yeni bir dönüşümdür. Türkiye için maddi olarak getirisi yüksek olan ve de 
ülkedeki kurumların daha iyi çalışmasını sağlayarak vatandaşla Devlet’in arasındaki 
sıkıntıların çözülmesine katkıda bulunan e-Devlet’e geçiş artık bir zorunluluk halini 
almıştır. Bu çalışmada bilişim teknolojileri ve e-Devlet’in anlamı, önemi, 
yararlarından bahsedilmiş, konumsal verilerin çabuk ve ekonomik olarak üretimi, 
güncellenmesi ve paylaşımının nasıl olabileceğine ışık tutulmaya çalışılmıştır. 
 

















 In the progress of civilization, the contribution of information, sharing 
information and producing new information by using existing data is significantly 
high. According to the level which the technology has arrived at one can say that 
computer and data processing technologies in information sharing, usage and 
acquiring new information have become indispensable. It is the government that 
holds and uses the big proportion of the information. Usage of the data processing 
technologies by the government become the only option because of the speed and 
seamless service opportunity by means of using and sharing information. Usage of 
this technology by the government means that the government becomes e-
Government. E-Government is a new transformation which provides especially 
physical advantages in our country. E- Government transformation, whose physical 
advantages are high and which contributes to solve problems between State and 
citizens by providing institutions to work better, is now a necessity. In this study, 
definition, importance and advantages of information technologies and e-government 
has been mentioned, and then our subject, geographic information and the questions 
that; how they are produced economically and quickly and how they are updated and 
shared; are explained.  
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 Günümüzde zenginlik yaratmak için gerek duyulan sermaye varlıkları 
arazilerin, bedene dayalı emeklerin, imalat aletlerinin ve hatta fabrikaların yerini 
bilgi almıştır (Özarslan, 2010: 3). Bilgi, ya kısıtlı kaynaklar olan emek, sermaye ve 
doğal kaynakların doğrudan yerini almakta, emek veya sermayenin niteliğini 
değiştirmek yoluyla tüm ekonomik aktivitelerde temel kaynak olarak 
kullanılmaktadır. Bilginin üretilmesinin yanı sıra zamanında ve etkin kullanılmasında 
da bilgi ve iletişim teknolojilerindeki gelişmelerin büyük katkısı bulunmaktadır 
(Tıktık, 2005: i)  
 Bilgi toplumunda, maddi mallar yerine, bilgi kullanılarak bilginin üretimi ön 
plana çıkmaktadır. Bilgi teknolojilerine dayalı olarak kullanıcının üretebildiği bilgi 
artmakta ve bilginin birikimi sağlanmaktadır. Birikmiş bilginin sinerjik etkisi, bilgi 
üretimi ve bilgiden yararlanmayı daha da hızlandırmaktadır (Erkan, 1994: 98).  
 Bilginin, bilgi ve iletişim teknolojileri kullanılarak üretilmesi, iletilmesi, 
erişilmesi ve etkin olarak kullanılması, küresel rekabet koşullarında ülkelerin rekabet 
gücünü arttırırken, sürdürülebilir ekonomik ve sosyal kalkınmanın vazgeçilmez bir 
unsuru haline gelmiştir (Tıktık, 2005: i). Akıllı kartlardan akıllı radyo-tv, ev, araba 
ve yollara kadar bir seri yenilik yaşanmış ve yaşanmaya devam edecektir. Ekonomik 
değer yaratmanın temeli artık bilgidir. Yönetimin ve ekonomisini bilginin gücüne 
dayandıran bilgi toplumları bilgi ve iletişim teknolojilerinin vasıtasıyla karar alma 
sürecini basitleştirip kısaltarak, daha hızlı, daha açık daha doğru ve daha az maliyetli 
etkin bir devlet yapısının temellerini atmışlardır. 
 Bilgi, nitelikli, sosyal ve ekonomik sonuçlar getirebilecek bilgidir. Bu tarz bir 
bilginin oluşumunu sağlayacak ve bu bilgiyi kullanarak üretime dönüştürecek olan 
ise insandır. Bilgi toplumunun merkezinde insan vardır. Bilgi ve onun kullanıcısı 
insan, 21. yüzyılın en önemli kaynağı konumundadır. Bilgi toplumu, araştırmacı, 
katılımcı, iletişim becerisi olan, sorumluluk sahibi ve gündemi belirleme yeteneğine 
sahip bireylerin oluşturduğu toplumdur. Bu açıdan bilgi toplumuna giden yolda 
ihtiyaç duyulan, bilişim kültürüne sahip, bilgi teknolojilerini etkin bir şekilde 
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kullanarak bilginin üretilmesi, değerlendirilmesi paylaşımı ve koordinasyonunu 
sağlayan bireylerdir (Özarslan, 2010: 3). 
 Bilgi ve iletişim teknolojileri ise bilgiye ulaşılmasını ve bilginin 
oluşturulmasını, bilgi ve düşüncenin hızlı akışını sağlayan görsel, işitsel, basılı ve 
yazılı araçları ifade eder (MEB, 2005). Bilgi iletişim teknolojileri, örgütlerin 
yapısını, işleyişini, performans ve değişimini etkileyen temel faktör olup, özel sektör 
ve kamu sektörü bilgi teknolojilerinden derin bir şekilde etkilenmektedir (Isaac-
Henry, 1993: 15’den Demirel, 2006: 83). Çalışanlar artık kâğıt parçaları yerine 
byte’larla çalışmakta veri tabanı dosya dolaplarının yerini almaktadır (Bennet, 1998: 
92’den Demirel, 2006: 83).  
 Bilişim teknolojilerinin son yıllardaki hızlı değişimi ve İnternet’in tüm 
dünyada olduğu gibi ülkemizde de hızla yaygınlaşmaya başlamasıyla onun getirdiği 
kolaylıklar toplumda var olan hantal devlet yapısının da değişmesine yönelik bir 
isteği ortaya çıkarmıştır. Bu istek Dünyanın eski yapısını değiştirip yöneldiği, 
hizmetlerin vatandaşa elektronik imkânların kullanılarak verildiği e-Devlet denilen 
“Elektronik Devlet” kavramının ortaya çıkmasını sağlamıştır. 
 Elektronik devlet; demokrasi, katılımcı yönetim, halkın daha iyi yönetilme ve 
daha etkin hizmet alma taleplerinin sonucu olarak bilgi teknolojilerinin gelişim 
sürecinin getirdiği değişim ile ortaya çıkmış yeni devlet anlayışının ifadesidir. 
Gelişen bilgi ve iletişim teknolojileri giderek ekonomik ve sosyal hayatın 
vazgeçilmez bir parçası olmaktadır. Bilgi teknolojilerindeki değişim, bilgiye erişim 
ve paylaşımı konularında sınır tanımaz bir hal almıştır. Bu sebeple, bilgiyi etkin 
şekilde kullanan toplumlar daha iyi yönetilebilmekte, sahip oldukları bilgiyi 
kullanarak ekonomik ve sosyal yönden daha hızlı ve etkin kararlar alarak toplumun 
refah seviyesinin daha hızlı yükselmesini sağlamaktadırlar. Stewart’in (1999) 
ifadesiyle, içinde bulunduğumuz yeniçağda zenginlik bilginin ürünüdür (Özarslan, 
2010: 3). Şu an mevcut teknolojiler ülkemizin elektronik devlet yapısına geçmesi 
açısından fazlası ile yeterlidir. İşlenecek verinin toplanması, işleme sürecinin 
tasarımı, çıktılarının değerlendirilmesi ve nihayet karar aşamasında yorum ve karar 
süreci, en az bilginin kendisi kadar ve hatta bazı durumlarda bilginin kendisinden 
daha fazla önemli olabilmektedir. Bu çalışmanın amacı, bilgi ve iletişim 
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teknolojilerini ve e-Devlet’i tanımlamak ve Türkiye’de e-Devlet’e geçişte bilişim 
teknolojilerinin rolünü teorik olarak çözümlemeye çalışmaktır. 
 Sonuç olarak, e-Devlet’in bir toplumda, devletin etkinlik düzeyinde işlevsel 
bir rol üstlenerek kamusal performansını artırma yönünde pozitif etkilerde 
bulunabilmesi bilişim ve iletişim teknolojilerine ülke otoritelerince verilen önem 
derecesi ve bunların toplum içindeki kullanım sahasının genişliğiyle yakından 
ilintilidir. E-Devlet’leşme ancak bu suretle devletin toplumsal taleplere cevap 
verebilme performansını hızlandıracak, toplumu ve kamu yönetimini sağlıklı bir 
biçimde işleyebilme yönünde ilerleterek, sosyo-ekonomik bağlamda daha güçlü bir 



















1. BİLİŞİM TEKNOLOJİLERİ 
  
 Çağımızın “Bilgi Çağı” olması ve “e-Devlet”, “Bilgi Toplumu”, “e-Avrupa” 
gibi konularda yapılan çalışmalardan sonra neredeyse “e-Dünya” gibi bir yapıya 
gidişte Bilgi ve iletişim Teknolojilerinin kullanılması kaçınılmaz bir gerçek 
olmuştur(Yanar, 2002: 1). 
 Bilişim teknolojileri, günümüzde şirketlerin ve kurumların başarısında mutlak 
rol oynayan bir dizi teknoloji ve araçtan oluşmaktadır. Bilgi+iletişim=bilişim 
şeklinde tek kelime ile ifade edilmektedir. 
 Bilişim teknolojilerinde yaşanan hızlı ilerleme ve genişleme, uygarlık 
tarihinde 20. yüzyılın son on yılında gerçekleştirilen önemli gelişmenin en belirgin 
işaretidir. Yaşanan bu hızlı ilerleme ve genişleme, ticaretin ve işlerin yapılış 
yöntemlerini değiştirmiş, iktisadi ve sosyal hayatı derinden etkilemiş ve ulusal 
bağımsızlık, egemenlik gibi yerleşmiş kavramların ve kalıpların sorgulanmasına 
neden olmuştur. Bilişim Teknolojilerinde yaşanan gelişmeler aynı zamanda 
küreselleşme olgusunun yayılmasının ardında yatan en önemli etkenlerden de biridir 
(Odyakmaz, 2000: 97). 
 Günümüzde, bilişim teknolojilerindeki yeniliklerin ve bu teknolojilerin 
kullanımının yaratacağı etkilerin tamamının anlaşıldığını ve tanımlandığını söylemek 
oldukça güçtür. Bilgi ve iletişim teknolojileri çok önemli iktisadi ve sosyal yararlar 
sağlayabilecektir. Yeni teknolojiler, ekonominin etkinliğini artırmaya, yeni iş 
imkânlarının yaratılmasına, teknik ilerlemelerin ve fikirlerin daha kolaylıkla 
yayılmasına, farklı ülkeler ve bölgelerde yaşayan insanlar ve kurumlar arasında eş 
zamanlı iletişimin kurulmasına yardımcı olacaktır. Bilimsel ilerlemeleri teşvik 
edecek ve insanların seçim alternatiflerini zenginleştirecektir. (İşcan, 2010). 
 Bilgi ve iletişim teknolojileri, iletişim hızını artırıp maliyetini düşürerek, daha 
hızlı ve ucuz etkileşim sağlayarak, birçok ürünü ve faaliyeti bölgeselleştirip entegre 
ağlar sayesinde dağıtımı kolaylaştırarak küreselleşmeyi mümkün kılmıştır. Bilgi ve 
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iletişim teknolojileri doğrudan ve hızlı iletişim bağları kurarak, ekonomik uzaklıkları 
azaltmış, iş dünyasının faaliyetlerinin koordinasyonu için gereken zamandan tasarruf 
sağlamış, değişim maliyetlerini düşürmüş ve finans pazarlarını ülkeler ve kıtalar 
boyutunda 24 saat faal konuma getirmiştir. Gümrük uygulamalarına ilişkin 
elektronik raporlama ve dokümantasyon uygulamaları sayesinde uluslararası 
alandaki birçok teknik engelin kaldırılması mümkün olmuştur. Kısaca, bilgi ve 
iletişim teknolojileri dünya ekonomisinin entegrasyonu lehine çalışan güçlü bir 
faktördür (İşcan, 2010). 
 Bilişim teknolojilerinin istenmeyen olumsuz etkileri de vardır. 
Küreselleşmenin ve uluslararası nitelik kazanan rekabet kavramının yaratacağı 
baskılar bazı sektörlere ve bölgelere zarar verebilmekte, sosyal huzursuzlukları 
hızlandırabilmekte ve siyasal karışıklıkları arttırabilmektedir. Gittikçe artan 
bağımlılık ulusal ekonomileri para ve finansman krizleri gibi dış şoklara daha açık ve 
duyarlı hale getirmiştir. Uydu yayınlarındaki hızlı ilerlemeler ve İnternet sayesinde 
telekomünikasyonun ve birebir iletişimin kolaylaşması yerel toplulukların sosyal 
uyumunu ve dengesini olumsuz etkileyebilmekte, geleneksel değerlerin çöküşünü 
hızlandırabilmekte ve davranış kalıplarının derinden sarsılmasına yol açabilmektedir. 
Aynı zamanda teknik açıdan bazı yetersizlikler söz konusu olup, teknik yönden 
gelecek sabotajlara açıktır (Odyakmaz, 2000: 97). 
 Bilişim teknolojilerine ilişkin gelişmeler ve uygulamalar evrensel ölçülerde 
yayılmayıp, daha ziyade zengin ve eğitimli nüfusun kullanımına sunulmaktadır. Bu 
durum, ülkeler ve sosyal gruplar arasındaki toplumsal farkların daha da genişlemesi 
ve kapatılması neredeyse olanaksız uçurumların doğması riskini de bünyesinde 
barındırmaktadır. Birçok ülkede ses getiren küreselleşme karşıtı akımların başlıca 
nedenlerinden birisi de budur.  
 Bilişim teknolojilerinin tam anlamıyla kavramak, bu yeni fenomeni daha iyi 
anlamak ve kontrol edebilmek için daha fazla dikkat etmek ve olumlu sonuçlarından 
yararlanmak için daha çok çaba göstermek gerekmektedir. Anılan çaba ve dikkat, 
yeni teknolojinin ve etkilerinin ekonomik faaliyetlerde ve toplumsal hayatta 
yaratacağı değişikliklerin doğasının anlaşılması açısından önemlidir. Bilgi ve iletişim 
teknolojilerinin ekonomik ve toplumsal hayata yadsınamaz yararlar sağlayacağı ve 
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önemli katkılarda bulanacağı kuşku götürmez bir gerçektir. Gelişmelerin yol 
açabileceği olumsuz etkilerden korunmak için hükümetlere, iş dünyasına, topluma 
mal olmuş liderlere ve uluslararası organizasyonlara önemli ve acil görevler 
düşmektedir. Bilgi ve iletişim teknolojilerinin iktisadi ve toplumsal hayatta yaratması 
muhtemel olumlu değişikliklerin etkisini en üst düzeye çıkarmak amacıyla 
düzenleyici siyasal ve idari önlemlerin alınarak ulusal ve uluslararası düzeyde 
kararlılıkla uygulanması gerekmektedir (Odyakmaz, 2000: 98). 
 Bilişim teknolojileri için etkili, şeffaf, özel sektörle uyumlu olabilen idareye 
ilişkin hukuksal bir çerçevenin kurulması ve buna paralel politikaların tasarlanması 
sanıldığı kadar kolay bir iş değildir. Sorunlar, bilgi ve iletişim teknolojilerinin 
tanımından başlamaktadır. Bu terim; yeni ürünleri (bilgisayarlar, cep telefonları), 
yeni hizmet şekillerini (uydu yayıncılığı, veri işleme ve depolama, İnternet 
hizmetleri), yeni yönetim, üretim, organizasyon ve pazarlama tekniklerini (bilgisayar 
destekli üretim, ürün şebekesi, İnternet üzerinden satış ve reklam) kapsayan çok 
geniş ve belirsiz bir terimdir. Gerçekte ise, “Bilgi ve iletişim teknolojileri teknik, 
ekonomik, ticari, finansal, hukuki, sosyolojik ve psikolojik yönleri de olan çok 
boyutlu ve karmaşık bir kavramdır.”. Bu alandaki gelişmeleri düzenleyecek ve teşvik 
edecek etkili bir politik yaklaşım eğer başarılı olmak istiyorsa, konunun yukarıda 
anlatılan çok boyutlu doğasını da dikkate almak gerekmektedir (İşcan, 2010). 
 
1. 1. BİLİŞİM AĞLARI 
 
 Bilişim Ağları; İnternet, İntranet, Ekstranet, Kişisel Alan Ağ Sistemleri, Yerel 
Alan Ağ Sistemleri, Yerleşke Alan Ağ Sistemleri ve Geniş Alan Ağ Sistemlerinden 
oluşmaktadır.  
 
 1. 1. 1. İnternet 
 Dünya kapsamında birçok bilgisayar sistemini TCP/IP protokolü ile birbirine 
bağlayan ve gittikçe büyüyen bir iletişim ağıdır. TCP/IP (Transmission Control 
Protocol/Internet Protocol - İletim Kontrol Protokolü / Internet Protokolü), 
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bilgisayarlar ile veri iletme/alma birimleri arasında organizasyonu sağlayan, böylece 
bir yerden diğerine veri iletişimini olanaklı kılan pek çok veri iletişim protokolüne 
verilen genel addır. 
 İnternet erişimi olan bir kullanıcı, eğer kendisine yetki verilmişse, İnternet’e 
bağlı diğer herhangi bir bilgisayardaki bilgilere erişebilmekte, onları kendi 
bilgisayarına alabilmekte, kendi bilgisayarından da İnternet erişimi olan başka bir 
bilgisayara dosya/bilgi gönderebilmektedir (turkcebilgi.com, 2010). 
 İnternet'in Türkiye parçası, ODTÜ ve TÜBİTAK tarafından kurulan TR-NET 
isimli ağdır. Birçok üniversitemiz ve diğer kuruluşlar bu ağa bağlıdır. TÜBİTAK 
bünyesindeki Internet Proje Grubu IP Adresi konusunda destek vermektedir (DAÜ, 
2008). 
 
 1. 1. 2. İntranet 
 İntranet, İnternet’in kişiye ya da kurum/kuruluşlara özel halidir. Yani 
İnternet’te web sitelerine herkes girebilirken, web ortamında oluşturulan İntranet’e 
sadece izin verilenler, sahip oldukları “kullanıcı adı” (user name) ve “şifre” 
(password) yazarak girebilmektedirler. Özellikle geniş bir bölgeye yayılan çok şubeli 
kurumlar için ideal olan bu sistemle kurumun ve çalışanların ihtiyaç duydukları her 
bilgi sadece izin verilenlerin görebilecekleri bir şekilde kullanılmaktadır. Zaman 
kavramına ve bilgi akışı, paylaşımı kavramına yeni bir boyut getiren İntranet, yakın 
bir gelecekte bütün firmaların ve kamu kurum ve kuruluşlarının komik maliyetlerle 
mutlaka kullanmak zorunda kalacakları bir sistem olacaktır (Baltacı, 2010). 
 İntranet, sadece belirli bir kuruluş içindeki bilgisayarları, yerel ağları (LAN) 
ve geniş alan ağlarını (WAN) birbirine bağlayan, çoğunlukla TCP/IP tabanlı bir 
ağdır. İntranet’ler gateway’ler ile diğer networklara bağlanabilir. Temel oluşturulma 
amaçları, kuruluş bünyesinde bilgileri ve bilgi işlem kapasitesini paylaşmaktır. 
İntranet’ler, Şirket içi organizasyon, önemli duyuruların yayınlanması, iletişim ve 
şirkete yönelik uygulamaların belirli bir düzen dâhilinde yapılmasını sağlayarak 




 İntranet’i İnternet’ten ayıran 2 önemli özellik (Yazcı, 2010); 
 1)  İntranet sadece organizasyon içinde özel bir ağken, İnternet tüm dünya 
tarafından girişi olan ve kullanıcı sınırlandırması olmayan bir ağdır. 
 2) İntranet’in İnternet’e giriş izni vardır, fakat tam tersi yani İnternet’in 
İntranet’e giriş izni yoktur. 
 
 1. 1. 3. Ekstranet 
 Extranet, İntranet tabanlı uygulamalar ve servisleri içinde barındıran daha 
geniş alanlarda kullanılan ve dış kullanıcılara güvenli erişim sağlayan ağlardır. 
Genellikle bu tarz sistemlerde dış kullanıcı, “kullanıcı adı” ve “şifre” hatta daha da 
yüksek güvenlik seviyelerinde güvenlik uygulamaları ile muhatap olurlar. 
Extranet’ler iki veya daha fazla İntranet’in güvenli bir şekilde birleşmesinden 
meydana gelmektedir. (Çakır, 2009). 
 
 1. 1. 4. Kişisel Alan Ağ Sistemleri ( Personal Area Network - PAN) 
 Günümüzde gelişen kişisel cihazların sayısı ve kullanışlılığı ile literatüre 
giren yeni bir terimdir. Kişisel ağ ile kast edilen kullanıcıların masa üstü bilgisayarı, 
diz üstü bilgisayarı, cep telefonu, cep bilgisayarı gibi aygıtlarını birbiri ile iletişime 
geçirip eş güdümlü ve tek bir cihazla çalıştırabilmek için kurulan ağlardır. 
 Bağlantı ortamı olarak, kablosuz bağlantı teknolojileri veya USB gibi 
bağlantılar kullanılmaktadır. Bu şekilde kişisel cihazların (printer, scanner, fotoğraf 
makinası, dizüstü bilgisayar, cep telefonu gibi) birbiri ile olan bağlantısı 
sağlanmaktadır. Örneğin 8 aygıtın bağlanabildiği bluetooth bağlantısı (piconet) veya 
10 adet piconet’in bağlandığı scatternet gibi ağlar bu kişisel ağ 
uygulamalarındandır(Şeker, 2010).  
 1. 1. 5. Yerel Alan Ağ Sistemleri ( Local Area Network- LAN) 
 Bir bina içindeki birimlerde bulunan bilgisayarlar arası bağlantıyı sağlayan ağ 
sistemlerine Yerel Ağ Sistemleri (LAN) adı verilir. Bu sistem ile bir bilgisayarda yer 
alan bilgi ve belgeler diğer bilgisayarlara aktarılmaktadır (Ünver, 2007: 5). 
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 Birbirine yakın mesafede bulunan sayısal sistemlerin elektriksel, optik veya 
radyo frekansı ile kablolu veya kablosuz olarak bağlanması ve birbirleriyle 
elektronik ortamda kaynak paylaşımı sağlaması amacıyla kurulmuştur. LAN 
bağlantılarında WAN bağlantılarına göre göreceli olarak daha yüksek hızlara erişmek 
mümkündür. Çünkü LAN'lar WAN'lara göre sayısal veri iletişimine daha elverişli 
ortamlarda (Ofis ve Bina içi) kurulmaktadırlar.  
 Günümüzde en yaygın olarak kullanılan LAN teknolojisi Ethernet'tir. 
Ethernet'te sağlanan veri iletişim hızları 10 Mbps'den 1000 Mbps'ye kadar geniş bir 
aralıktadır. Gelişen teknoloji ile maliyetlerin azalması ve duyulan hız ihtiyacı 
dolayısıyla “Fıber To The Desk” denilen Gigabit Ethernet sistemler de 
kullanılmaktadır (tegim.com, 2010:  1). 
 
Şekil 1: Yerel Ağ Sistemleri (LAN) Şeması 
 
Kaynak: YAZICI, Murat, Bilgisayar Ağları (Computer Networks) Ders notları, Rize Meslek Yüksek 
Okulu, 2010, http://www.myazici.com/dersler/BILP213/3-NetworkKavrami. ppt 
 
 1. 1. 6. Yerleşke Alan Ağ Sistemleri ( Metropoliton Area Network –
MAN) 
 Yerel ağdan daha büyük ancak geniş ağdan daha küçük, genelde bir 
üniversite veya şirket yerleşkesi içerisinde birden fazla bina arasında kurulan ağlara 







Şekil 2: Yerleşke Ağ Sistemleri (MAN) Şeması 
 
Kaynak: YAZICI, Murat, Bilgisayar Ağları (Computer Networks) Ders notları, Rize Meslek Yüksek 
Okulu, 2010, http://www.myazici.com/dersler/BILP213/3-NetworkKavrami. ppt 
  
 1. 1. 7. Geniş Alan Ağ Sistemleri ( Wide Area Network - WAN) 
 Uzak mesafelerde bulunan bilgisayarların birbiriyle haberleşmesini sağlamak 
için kurulan sistemlere Geniş Ağ Sistemleri (WAN) denilmektedir. Kabloların yeterli 
olmadığı yerde WAN sistemi tercih edilir. Bu ağ sisteminde haberleşme işlemi 
telefon hatları ile gerçekleştirilmektedir (Ünver, 2007: 5). 
Şekil 3: Geniş Ağ Sistemleri (WAN) Şeması 
                 
Kaynak: YAZICI, Murat, Bilgisayar Ağları (Computer Networks) Ders notları, Rize Meslek Yüksek 
Okulu, 2010, http://www.myazici.com/dersler/BILP213/3-NetworkKavrami. ppt 
 
 Bir ülke ya da dünya çapında yüzlerce veya binlerce kilometre mesafeler 
arasında iletişimi sağlayan ağlardır. Şehirlerarası/ülkeler arası ağlardır. Değişik tipte 
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LAN’lar birleşerek WAN’ları oluştururlar. Bu LAN’ların birleşmesi için bir takım 
özel aletler gerekmektedir. (Link antenleri, uydu bağlantıları, tekrarlayıcılar, geçitler, 
vs.) WAN sisteminin üzerinde on binlerce kullanıcı ve bilgisayar çalışabilmektedir. 
Uzak ağların en çarpıcı özelliği, tıpkı yerel ağlar gibi kullanılabilme özellikleridir. 
 Bir kurumun Ankara, İstanbul ve İzmir uçları 64 Kbps hızında bir ağ 
bağlantısı ile birleştirildiği düşünülürse, Ankara’dan İstanbul’daki bir bilgisayar 
WAN’lar sayesinde kolaylıkla yönetebilmektedir. Kullanıcı sayısı arttıkça bağlantı 
hızı düşer, klavyeden yazılanlar nispeten daha uzun sürede karşıya gider. Coğrafi 
olarak birbirine uzak merkezlerin tek ağ altında birleştirilmesinin sağlayacağı 
yararlar çok fazladır. Geniş alan ağları, LAN’lara göre daha büyük coğrafik alanlara 
dağılmışlardır. Geniş alan ağlarında iki bilgisayar arasındaki mesafenin büyük oluşu, 
Ethernet kullanımını imkânsız hâle getirir. Tipik uygulamalarda dial-up bağlantı ya 
da ADSL modem bağlantısı kullanılır. WAN için iki ayırım yapılır: 
• Enterprise WAN: Bir kuruluşun tüm LAN’larını bağlar. Çok büyük ya da 
bölgesel sınırları olan ağları kapsar. 
Global WAN: Tüm dünyayı kaplayan bir ağ olabileceği gibi, birçok ulusal 
sınırları ve pek çok kuruluşun ağını kapsar. WAN teknolojisinde sunucuların 
çeşitliliği kullanılan istemci ve yönlendiricilerin de çeşitli olmasını sağlamaktadır. 
Ağ içerisinde kullanılan cihazların farklı haberleşme tekniklerini kullanması bu 
çeşitliliği sağlamaktadır (MEGEP, 2008: 3-4).  
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Şekil 4: Ağ Sistemlerinin Kapsama Alanlarının Şeması           
 
Kaynak: YAZICI, Murat, Bilgisayar Ağları (Computer Networks) Ders notları, Rize Meslek Yüksek 
Okulu, 2010, http://www.myazici.com/dersler/BILP213/3-NetworkKavrami. ppt 
 
 2. BİLİŞİM TEKNOLOJİLERİ VE KÜRESELLEŞME 
 
 Günümüzde bir yandan ulusal ekonomilerin birbiriyle karmaşık ilişkiye 
girmeleri, öte yandan artan bilgi talebi, bilgi pazarının olağanüstü biçimde 
gelişmesine yol açmıştır. Ayrıca, bilgi sektörü, ulusal ve uluslararası ölçekte 
lokomotif sektör haline gelerek küreselleşme eğilimlerini hızlandırmaktadır. Bu 
bağlamda, bilgi-iletişim sistemlerinin ülke sınırlarını küçültmesi sonucunda, bölgesel 
gruplaşmalara dayalı bütünleşme eğilimleri canlanmaktadır (Öğüt, 2003: 28). 
 Bilişim teknolojileri ile küreselleşme arasındaki ilişki çift yönlü bir yola 
benzemektedir. Bir yönünü Uluslararası çok taraflı anlaşmaları (GATT/WTO), diğer 
yönünü de giderek daha da serbestleşen ticareti, yatırım ve ulusal politikaların bir 
sonucunu alarak varsayılabilen küreselleşme, bilgi ve iletişim teknolojilerinin gelişip 
yayılması için uygun bir atmosfer oluşturmaktadır. Ulusal sınırların giderek daha 
fazla açılması ticareti, doğrudan yatırımları ve portföy yatırımlarını teşvik etmiş, bu 
faaliyetlerin gelişmesi de daha etkin yönetim, danışmanlık ve teknik hizmetleri 
zorunlu kılmıştır. Küreselleşme, tüketim kalıplarının benzeşmesine yardımcı olmuş, 
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bilgi ve iletişim teknolojilerinin uygulama alanlarını genişletmiştir. (Odyakmaz, 
2000: 99) 
 Bireysel ekonomiler ve toplumlar arasında güçlü ve karşılıklı bağlar kuran, 
dolayısıyla toplumlar arasındaki psikolojik ve ekonomik uzaklıkları ve farklılıkları 
anlamsızlaştıran küreselleşme; yirminci yüzyılın son çeyreğinde dünya ekonomisinde 
ortaya çıkan yeni eğilimleri tanımlamaya çalışan ve uluslararası işbirliği için ihtiyaç 
duyulan bir kavramdır. 
 Bilgi ve iletişim teknolojileri, iletişim hızını artırıp maliyetini düşürerek, daha 
hızlı ve ucuz etkileşim sağlayarak, birçok ürünü ve faaliyeti bölgeselleştirip entegre 
ağlar sayesinde dağıtımı kolaylaştırarak küreselleşmeyi mümkün kılmıştır (İşcan, 
2010).  
 Bilgi çağında, bilgi ve iletişim teknolojilerinin yarattığı ortam içerisinde, 
ekonomik, siyasal, toplumsal, kültürel ve hukuksal etkinlikler küreselleşme eğilimine 
girmiştir. Telekomünikasyon sistemlerinin ülke sınırlarının önemini ortadan 
kaldırması ile birlikte, bölgesel gruplaşmalara dayalı bütünleşme eğilimleri gündeme 
gelmiştir. Küreselleşme sürecinde, girdilerin temini ve çıktıların pazarlanması için 
oluşturulan piyasalar, artık dünya çapında tasarlanmakta ve gerçekleştirilmektedir 
(Erkan, 1998: 98). 
  
 1. 3. BİLİŞİM TEKNOLOJİLERİNİN KURUMLARA SAĞLADIĞI 
         FAYDALAR 
 
Eskiden denetim ve yönetim aracı olarak benimsenen bilişim teknolojileri 
bugün stratejik kararların verilmesinde en önemli rolü oynamaktadır. Bilişim 
teknolojileri sayesinde kurumlar ve yöneticiler farklı kaynaklardan gelen çok sayıda 
bilgiyi değerlendirebilmekte, kısa zamanda kararları alabilmekte ve 
uygulayabilmektedir. 
 Farklılaşmanın yolu teknolojiyi kullanmaktan geçmektedir. Bu konuda 
özellikle de bilişim teknolojilerinin kurumlara sağladığı fayda artık yadsınamaz bir 
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gerçektir (Cerit ve Gürkan, 2010). Bu açıdan Bilişim Teknolojilerinin kurumlara 
sağladığı faydalar: (Durmaz, 2005: 5); 
 Yöneticilerin karar verme süreçlerine yardımcı olmak: Veritabanı 
sistemleri, çalışma tablosu programları, veri madenciliği ve daha birçok yazılım 
sistemi, kurumsal verilerin değerlendirilmesinde ve yöneticilere anlamlı bilgiler 
şeklinde sunulmasında önemli rol oynamaktadır  
 Maliyetleri azaltmak: Bilgi teknolojisi araçları, ürün geliştirme, üretim, 
dağıtım ve vatandaş ilişkileri yönetimi bakımından maliyetleri büyük ölçüde 
azaltmakta ve zaman tasarrufu sağlamaktadır. Ayrıca, İnternet, İntranet, diğer 
network ve iletişim olanakları, ofis içinde ve ofisler arasındaki iletişim maliyetlerini 
önemli ölçüde azaltmaktadır. 
 Bilginin akmasını sağlamak: Bilişim teknolojileri, kurum içinde her 
düzeyde gereken bilginin, gereken noktaya hızlı biçimde akmasını ve kurum 
çalışanlarının takım halinde ve verimli bir şekilde çalışmasını sağlamakta, bu 
işlemler de bir bütün olarak iş akışını oluşturmaktadır. İş akışı sayesinde 
dokümanların yönlendirilmesi, onaylanması ve ilgili kişilere çok kısa sürede 
ulaştırılması sağlanır. Bu da kurumların hızlı karar vermesini ve birçok süreçte de 
kalitenin artmasını sağlar. 
 Çeviklik: Çeviklik (agility) kavramı da bilişim teknolojilerinin kurumlara 
kattığı önemli bir değerdir. Bilgisayar sistemleri üzerinde geliştirilen doküman 
yönetimi ve iş akışı sistemleri yeni izleklerin hızla hayata geçmesini sağlar. 
 Genel olarak bilişim teknolojileri; zamanı ve uzaklıkları azaltır. Bilginin 
kolayca akmasını, evde ya da yolda (her yerde) iş yapılmasını sağlar. Şeffaf ve 
katılımcı yönetimi ve birbirine bağlı sanal/elektronik kurum yapısını oluşturur. 






1. 4. BİLİŞİM TEKNOLOJİLERİ VE GELİR DAĞILIMI 
 
 Bilişim teknolojilerinin yapısı, elde edilen kazancın eşit olarak dağılmadığını 
göstermektedir. Oluşturulan fayda ve katma değer en çok yüksek teknolojiye ve bilgi 
birikimine dayalı faaliyetlerin yoğunlaştığı, çeşitlilik gösteren üretime sahip, modern 
hizmetleri olan, araştırma ve geliştirmeye dayalı sektörlerde görülmektedir. Bu 
durum, kazançların yoğunlukla gelişmiş ülkelerde, biraz da yüksek büyüme 
potansiyeli taşıyan gelişmekte olan ülkelerde gerçekleşeceğini göstermektedir. 
Bilişim teknolojilerinde yaşanan gelişmeler ilk planda zengin ülkelerin daha da 
zenginleşmesine yol açacak, zengin ülkeler ile fakir ülkeler arasındaki fark gittikçe 
belirginleşecektir. Kısacası “dijital uçurum” gerçekleşecektir. 
 İnternet kullanımına, doğrudan yabancı sermaye yatırımlarına, uluslararası 
yüksek teknolojiye dayalı üretime ait istatistikler, bilişim teknolojilerine ait faydanın 
yüksek gelir ve eğitim düzeyine sahip ülkelerde gerçekleşeceği hipotezini doğrular 
niteliktedir. İnternet kullanımına dair istatistiklerin bulunduğu Tablo 1’de de 
görüldüğü üzere zengin Avrupa Birliği ülkelerindeki İnternet kullanımı fakir Avrupa 
Birliği ülkelerine nazaran oldukça fazladır. Benzer şekilde, farklılığın boyutu gelir 
düzeylerindeki kadar olmasa da Avrupa Birliğindeki İnternet kullanımı genellikle 
geçiş ekonomilerine oranla daha fazladır.  
Geçiş ekonomilerinde göze çarpan farklılığın bir diğer nedeni de ulusal 
öncelikler hakkında hükümetlerin izledikleri politikalardır. Bu öncelikler, okullar, 
hükümet birimleri, hastaneler ve klinikler, müzeler, kütüphaneler gibi kamu 
sektörüne ait kurumlarda, bilişim teknolojilerine ilişkin uygulamalardaki 
farklılıklardan anlaşılmaktadır. Bu kurumların web sayfalarından derlenen 
istatistikler, daha gelişmiş ülkelerin eğitim kurumları, ulusal bakanlıklar ve yerel 
hükümetler gibi idari düzeyde dahi bilişim teknolojileri açısından daha iyi altyapıya 





Tablo1: İnternet Kullanıcı Sayısı En Fazla Olan Ülkeler (Top 20) 









1 Çin 1,330,141,295 420,000,000 1,766.7 % 21.4 % 
2 Amerika Birleşik Devletleri 310,232,863 239,893,600 151.6 % 12.2 % 
3 Japonya 126,804,433 99,143,700 110.6 % 5.0 % 
4 Hindistan 1,173,108,018 81,000,000 1,520.0 % 4.1 % 
5 Brezilya 201,103,330 75,943,600 1,418.9 % 3.9 % 
6 Almanya 82,282,988 65,123,800 171.3 % 3.3 % 
7 Rusya 139,390,205 59,700,000 1,825.8 % 3.0 % 
8 İngiltere 62,348,447 51,442,100 234.0 % 2.6 % 
9 Fransa 64,768,389 44,625,300 425.0 % 2.3 % 
10 Nijerya 152,217,341 43,982,200 21,891.1 % 2.2 % 
11 Güney Kore 48,636,068 39,440,000 107.1 % 2.0 % 
12 Türkiye 77,804,122 35,000,000 1,650.0 % 1.8 % 
13 İran 76,923,300 33,200,000 13,180.0 % 1.7 % 
14 Meksika 112,468,855 30,600,000 1,028.2 % 1.6 % 
15 Italya 58,090,681 30,026,400 127.5 % 1.5 % 
16 Endonezya 242,968,342 30,000,000 1,400.0 % 1.5 % 
17 Filipinler 99,900,177 29,700,000 1,385.0 % 1.5 % 
18 Spain 46,505,963 29,093,984 440.0 % 1.5 % 
19 Arjantin 41,343,201 26,614,813 964.6 % 1.4 % 
20 Kanada 33,759,742 26,224,900 106.5 % 1.3 % 
TOP 20 Ülkeler 4,480,797,760 1,490,754,397 417.8 % 75.8 % 
Dünyanın geri kalanı 2,364,812,200 475,760,419 551.2 % 24.2 % 
Toplam Dünya - 
Kullanıcılar 6,845,609,960 1,966,514,816 444.8 % 100.0 % 
 











Tablo 2: Dünya İnternet Kullanımı Ve Nüfus İstatistikleri 














Afrika 1,013,779,050 4,514,400 110,931,700 2,357.3 % 5.6 % 
Asya 3,834,792,852 114,304,000 825,094,396 621.8 % 42.0 % 
Avrupa 813,319,511 105,096,093 475,069,448 352.0 % 24.2 % 
Orta Doğu 212,336,924 3,284,800 63,240,946 1,825.3 % 3.2 % 
Kuzey Amerika 344,124,450 108,096,800 266,224,500 146.3 % 13.5 % 
Latin Amerika 
Amerika/Karahipler 592,556,972 18,068,919 204,689,836 1,032.8 % 10.4 % 
Okyanusya / 
Avustralya 34,700,201 7,620,480 21,263,990 179.0 % 1.1 % 
Dünya Toplamı  6,845,609,960 360,985,492 1,966,514,816 444.8 % 100.0 % 
 
Kaynak: İnternet World Stats: http://www.internetworldstats.com/stats.htm  
 
Farklılıklar geçiş ekonomileri olarak sınıflandırılan ülkelerin kendi aralarında 
da göze çarpar niteliktedir. Bu asimetrinin en önemli nedenlerinden biri, daha 
gelişmiş geçiş ekonomilerinde telekomünikasyon ve bankacılık gibi bilgi ve iletişim 
teknolojilerinin yoğun olarak kullanıldığı sektörlere yapılan doğrudan yabancı 
yatırımlardır (Odyakmaz, 2000: 102).  
 Bilgi ve iletişim teknolojilerine ilişkin altyapı yatırımlarında fakir ve göreli 
olarak daha zengin geçiş ekonomileri farklılık sergilemektedir; fakir geçiş 
ekonomilerinde alt yapı yatırımlarının cep telefonu, dijital oyunlar ve uydu 
yayıncılığına yönelik olduğu gözlemlenirken, nispeten daha gelişmiş geçiş 
ekonomilerinde bu yoğunluk üretim ve verimliliğe yönelik hizmetlerde 
gözlemlenmektedir. 
 
     1. 5. BİLİŞİM TEKNOLOJİLERİNDE RİSK 
 
 Bilişim teknolojilerinde yaşanan gelişmeler ve elektronik ticaret ile hız 
kazanan küreselleşme süreci, ulusal hükümetlerin vergi gelirlerini de önemli ölçüde 
etkilemektedir. Tüketicilerin alımlarını, doğrudan vergilerin daha düşük olduğu 
ülkelere kaydırması beklendiğinden, İnternet ulusal hükümetler arasındaki vergi 
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geliri rekabetini artırma potansiyeline sahiptir. Bazı ülkelerdeki İnternet üzerinden 
yapılan satışların vergilendirilmesini yasaklayan yönetmelikler (Amerika’daki 1998 
tarihli İnternet Vergi Muafiyeti Yasası gibi) ve alıcıların belirsizliği gibi nedenlerden 
dolayı etkin vergi tahsilâtı daha da zorlaşmaktadır. Benzer şekilde, birçok şirket 
temel ticari faaliyetlerini vergi cennetleri olarak tanımlanan bölgelere 
kaydırmaktadır. Bu durumun gelecekte vergi gelirlerinde istikrarsızlığa yol 
açacağından; zamanla hükümetlerin, temel ihtiyaçlara cevap veren kamu hizmetlerini 
yerine getiremeyecek kadar zor durumda kalacakları düşünülmektedir. 
 Bilgi ve iletişim teknolojileri ile küreselleşme; ulusal hükümetleri, diğer 
hükümetlere ve küresel eğilimlere daha fazla bağımlı kılmıştır. Egemenlik ve 
bağımsızlık gibi geleneksel kavramların yeniden gözden geçirilmesi gerekmektedir. 
Ülkelerin, siyasi ve politik programlarını ve davranışlarını yeni sisteme nasıl adapte 
edeceklerini öğrenmeleri gerekmektedir. Temel olarak politik mücadelede, bir 
yandan finansman krizleri, artan milliyetçilik ve mikro düzeydeki ayrımcılık 
hareketlerini de içeren her türlü riski kontrol edip azaltırken, diğer yandan da 
küreselleşmeden en fazla nasıl faydalanacaklarını bilmeleri gerekmektedir. 
 Batı kültürünün özelliklerini yansıtan düşünceler, ideolojiler, davranış ve 
tüketim kalıpları; İnternet, uydu yayınları gibi dijital komünikasyonlarla evrensel 
boyutta dünyaya yayılmaktadır. Genellikle de elektronik yollarla yayılan bilgilerin ve 
fikirlerin kontrol edilmesi ve süzgeçten geçirilmesi mümkün olmamaktadır. Bu 
durum, daha az gelişmiş ülkelerde ve bölgelerde kökleşmiş olan ve nispeten istikrar 
unsuru sayılan geleneksel değerlerle bir kültür savaşına yol açmaktadır. Bu eğilim az 
gelişmiş ülkelerde ve bölgelerde toplulukların çözülmesini hızlandırmakta, suç 
oranları, uyuşturucu bağımlılığı, kökten dincilik, yabancı düşmanlığı gibi sosyal 
yaralara ve patolojilere neden olmaktadır. 
 Bankacılık, kamu hizmetleri ve ticaret gibi alanlarda bilişim teknolojilerinin 
yoğun olarak kullanılması manyetik kart hırsızlığı, elektronik hırsızlık, yasadışı bilgi 
kopyalanması, virüs bulaştırılması, kişisel bilgilerin kopyalanması yoluyla özel 
hayata müdahale, banka ve finansman bilgilerinin izinsiz dağıtımı, dijital 
dolandırıcılık ve sabotaj gibi siber suçlar olarak adlandırılan yeni suç kavramlarının 
doğmasına yol açmıştır (Odyakmaz, 2000: 103).  
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 Bilgi ve iletişim teknolojilerine ilişkin ortaya çıkan birçok risk, bilgi ve 
iletişim teknolojilerinin bünyesinde barındırdığı büyüme ve gelişme potansiyelinin 
bu riskleri azaltmaya yönelik olarak tüm insanlığın yararına kullanılmasını 
amaçlayan bir uygulama politikasına ihtiyaç doğurmuştur. Bu politik uygulama 
bölgesel, ulusal ve uluslararası düzeyde alınacak idareye ilişkin önlemleri kapsaması 
gerekmektedir. 
 İlk olarak, bilişim teknolojileri kullanımı ve uygulamasını, az gelişmiş 
ülkeleri ve geçiş ekonomilerini de kapsayacak şekilde evrensel hale getirmek 
gerekmektedir. Bu ülkelerde bilişim teknolojilerinin yaygınlaşmasını ve gelişmesini 
engellemesi muhtemel üç yapısal kısıt mevcuttur, bunlar;  
 a) yeterli bağlantının sağlanmasında hayati önemi taşıyan teknik 
donanımların sınırlı oluşu (bilgisayarlar, bilgisayar ağları, iletişim takımları, 
telekomünikasyon altyapısı, yazılımlar vb.),  
 b) bilişim teknolojilerinden yararlanmak ve bu teknolojileri kullanmak için 
gerekli olan işgücünün yeterli bilgi ve beceri donanımından yoksun oluşu, 
 c) bilgi ve iletişim teknolojilerinin olumsuz etkilerini bertaraf edecek ve bu 
teknolojilerin gelişimini destekleyecek gerekli idari çerçevenin oluşturulamamasıdır. 
 Bilişim teknolojilerine ilişkin altyapının ve teknik donanımın yetersiz oluşu 
az gelişmiş ülkelerdeki sermaye stokunun yetersiz olduğunu göstermektedir.  
Dengeli ve sürdürülebilir bir ekonomik büyümenin sağlanmasının olmazsa olmaz 
koşulu olan uzun vadeli bir kalkınma stratejisinin oluşturulması ve uygulanması 
gerekmektedir. Böyle bir stratejinin temel prensibi, ulusun buluşlar yapabilme 
kapasitesini ve genel eğitim düzeyini, dışarıdan ithal edilecek teknik projelerle ve 
ülkenin öz kaynaklarıyla desteklemek ve talebin artmasını sağlamaktır (İşcan, 2010). 
 
 1. 5. 1. Risk Türleri  
 Bilişim Teknolojileri hizmetlerini olumsuz yönde etkileyerek kurum ya da 
kuruluşları, asli görevlerini kısmen veya tamamen yerine getiremez duruma 
getirebilecek olası tehditler personel riskleri, teknolojik riskler, organizasyon riskleri, 
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yasal riskler ve dış riskler olmak üzere beş ana başlık altında toplanmaktadır. (Yazıcı 
ve Diğerleri, 2006: 4-7) 
 
 1. 5. 1. 1. Personel riskleri: Çalışan sorunlarını, insan hatalarını, eksik bilgi 
ve yetkinlikleri kapsamaktadır. 
• Çalışan sorunları 
 Ücret düşüklüğü, verilen görevden duyulan memnuniyetsizlik, çalışma 
şartları gibi unsurlar dikkate alındığında çalışanların, bu gibi nedenlerle işletmenin 
aleyhine, bilgisayar suçları kapsamına girebilecek, işletmeye zarar verici 
davranışları, verilerde kötü niyetli değişiklik yapmaları, bilgisayarları kısmen veya 
tamamen çalışamaz duruma getirme ve yetkisiz kullanım girişimleri 
kastedilmektedir. 
 
• İnsan hataları 
 İnsan hatası olarak risk yaratabilecek unsurlar; yanlış bir kaydın oluşturulması 
ve bu kaydın muhasebe kayıtlarında yanlış sonuçlar doğurması şeklinde olabileceği 
gibi eksik eğitim nedeniyle donanım ve yazılımın hatalı kullanımından kaynaklanan 
ve görevin yerine getirilmesini etkileyen, engelleyen veya geciktiren sorunları 
kapsamaktadır. Bu durum işletmenin nakit akışını da engelleyebilir. İnsan 
hatalarından kaynaklanan olumsuz sonuçları en aza indirgemenin etkin yolu 
operasyonların mümkün olduğu kadar bilgisayar uygulamalarına taşınması ve insan 
kaynaklı müdahalelerin azaltılmasıdır. İnsan bağımlı noktalar içinse periyodik eğitim 
ve tatbikatlar en azından bilgi eksikliğinden kaynaklanan hataları azaltacaktır.  
• Eksik bilgi ve yetkinlikler   
 Eksik bilgi ve yetkinlikler nedeniyle yapılabilecek hatalı uygulamalar 
işletmeler açısından birer zafiyet noktasıdır. Sistemin bilgi güvenliği yöneticisinin 
yeterli bilgi ve yetkinliğe sahip olmayışı kurum için bir tehdit oluşturur. Bilgi 
eksikliğinden kaynaklanabilecek yanlış bir davranış kurumun gizli bilgilerinin 
çalınmasına neden olabilir. Çalışanların, yapacakları işe uygun olarak eğitilmeleri ve 
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eğitimlerinin belli dönemlerde yinelenmesi kurum açısından risk olarak sayılabilecek 
unsurların azaltılmasını sağlayacaktır. 
 
 1. 5. 1. 2. Teknolojik riskler: Hatalı tasarlanmış sistem mimarileri, hatalı 
modellemeler, güvenlik zafiyetleri, iletişim problemi, yazılım ve/veya donanım 
hataları, veri ve sistem kayıplarını kapsamaktadır. 
• Hatalı tasarlanmış sistem mimarileri 
 Bilgisayar sistemleri seçilirken, işletmenin gereksinimleri göz önünde 
bulundurulmalıdır. İşlem kapasitesi, kullanıcı sayısı, sonraki yıllardaki tahmini 
büyüme hızı gibi unsurlar iyi çözümlenmeli ve işlemci hızı, bellek, veri saklama 
kapasitesi işletmenin gereksinimine uygun olarak belirlenmelidir. Bu noktalara 
dikkat edilmediği takdirde eğer işletmenin kullanacağı uygulamalar yoğun işlemci 
gücü gerektiriyorsa ve bilgisayarın işlemci gücü buna uygun değilse kullanıcıların 
zamanında hizmet almaları mümkün olamayacaktır. Aynı durum bellek yoğun 
işlemler için de geçerlidir.   
• Hatalı modelleme 
 Modelleme bir işin yapılış şekli ile ilgilidir. Bir işletmedeki muhasebe 
servisinde kayıtlar tablolanmış yazılımlarda saklandığı ve işlem gördüğünden dolayı, 
küçük bir işletmede parasal işlemlerin bu şekilde yürütülmesi başlangıçta sorun 
yaratmıyor gibi görünse de işletme büyüdükçe, birimler arası veri alışverişi ihtiyacı 
arttıkça her birim kendi verisini yaratmaya çalışacaktır. Bu yöntemle tutulan 
kayıtlarda birimler arası farklılık olma olasılığı artacaktır. “Artık veri” (redundant 
data) denilen durum ortaya çıkacak ve tutarsızlıklara neden olacaktır. Yanlış üretilen, 
hatalı işlenen veriler nedeniyle işletmenin büyük maddi zararlara uğrama olasılığı 
artmaktadır. Veri artıklığını ve farklı formülasyonların kullanılmasını önlemek ve 
tüm birimlerin doğru ve son bilgiye ulaşabilmesini sağlamak için anılan model 
bırakılmalı ve merkezi kayıt oluşturma, sorgulama, yetkili birimlerin güncellemesini 




• Güvenlik zafiyetleri 
 Güvenlik açıkları nedeniyle işletmelerin para ve itibar kaybına 
uğrayabilecekleri ve hizmetlerinin aksayabileceği kastedilmektedir. Bilişim 
teknolojilerinde güvenlik, idari ve teknik anlamda ele alınması gereken uzun soluklu 
bir süreçtir. Güvenlik zafiyetleri, yazılım ve donanım bazında alınması gereken 
teknik tedbirlerin yetersizliğinden kaynaklanabileceği gibi, fiziki güvenliğin 
zayıflığından veya kullanıcıların bilinçsizliğinden de kaynaklanabilmektedir. O 
nedenle alınan tedbirler sık aralıklarla gözden geçirilmeli, gerekli düzeltmeler 
yapılmalı ve işletme çalışanları güvenlik konusunda eğitilmelidir.  
• Yazılım ve/veya donanım hataları 
 Yazılım geliştirici firmalar, piyasaya sundukları kodlar için garanti 
verememekte, fakat belli bir süre içinde hatalı kodu düzeltme yoluna 
gidebileceklerini taahhüt etmektedirler. Bazı donanımlarda ise ilgili firmalar, gelişen 
üretim teknikleri sayesinde en az bir, en fazla üç yıl garanti verebilmektedirler. 
Ancak, sonuç itibariyle üretimden kaynaklanan, gözden kaçan hatalar her zaman için 
bir risk unsuru olmaktadır. 
• Telekomünikasyon sistemlerinden kaynaklanabilecek iletişim sorunları 
 Bilgisayarları birbirine bağlayan, veri iletişimini sağlayan telekomünikasyon 
sistemlerinde altyapı problemlerinden, işletim hatalarından, doğal olaylardan 
kaynaklanabilecek sorunlar sağlıklı veri iletişimini engelleyebilmektedir. Alternatif 
telekomünikasyon yöntemleri kullanılarak riskleri azaltmak mümkündür (Örneğin, 
iletişim kablolarının yedeklenmesi, mümkün ise farklı rota üzerinden yedek 
kablolaşmanın yapılması, uydu iletişim altyapısı kullanılarak yedekleme yapılması 
gibi). 
• Veri kayıpları 
 Veri, bir kurum veya kuruluşun varlığını sürdürebilmesi için hayati önem 
taşıyan değerdir. Bu bölümde anılan tüm risk noktaları veri kayıplarına neden olabilir 
ve veri alışverişi engellenebilir, verilerin saklandığı manyetik ortamlar zarar 
görebilir, veri kısmen veya tamamen okunamaz duruma gelebilir. Böyle bir durumda 
operasyonun devam edebilmesi açısından kısa sürede veriyi yeniden kazanabilmek 
 23
önemlidir. Bunun için veriyi farklı bir ortamda yedeklemek ve güvenli bir şekilde 
yeniden kazanmak gerekir. Bu da ancak muhtemel bir kayıp öncesinde yapılacak iyi 
bir planlamayla mümkündür. 
• Sistem kaybı 
 Verilerin saklandığı, işlendiği, üzerinde uygulamaların çalıştığı sistemler de 
bahsedilen sebeplerden zarar görebilirler. Bu durum işletmenin, kurum ya da 
kuruluşun asli görevlerini yerine getirmesine bir engel teşkil edebilir. Bu durumun da 
önceden öngörülüp, bizzat sistemleri de yedeklemek suretiyle muhtemel bir sistem 
kaybında normal çalışma durumuna nasıl hızlı bir şekilde gelineceğinin iyi 
planlanması gerekmektedir.  
 
 1. 5. 1. 3. Organizasyon riskleri: Bilişim teknolojileri ve iş birimleri 
arasında yetersiz iletişim, yetersiz bütçeleme/planlama, projelendirme hataları, yanlış 
kaynak kullanımını ve çalışma yöntemlerinde eksiklik veya yanlışlıkları 
kapsamaktadır. 
• Bilişimden sorumlu birimler ve iş birimleri arasında yetersiz iletişim 
 Bilişim teknolojisi birimlerinin en çok karşılaştığı engellerden biri de işletme 
yönetimi ile zaman zaman düşünce ayrılıklarına düşmeleridir. Bu nedenle 
gereksinimler yönetimler tarafından doğru algılanamamakta, bunun sonucunda da 
yatırımlar gecikmektedir. Bunun nedeni işletme üst yönetimlerinin teknik konulara 
yabancı oluşudur. Bilişim Teknolojisi birimleri ile işletme yönetimleri arasında 
köprü vazifesi görecek bir ara kademeye ihtiyaç duyulmasının sonucunda “Bilişim 
Teknolojilerinde Yönetişim” (İnformation Technologies Governence) kavramı 
doğmuştur. Bu kavram aslında yeni bir yapılanmayı da beraberinde getirmektedir. 
Buna göre bilişim teknolojisi birimleri ile birlikte iş birimlerinin temsilcilerinden 
oluşan bir grup oluşturulmakta ve önemli kararlar bu grupta tartışıldıktan sonra 
alınmaktadır. Ayrıca bu yapılanma bilişim teknolojileri birimleri ile iş birimleri 
arasında sürekli bir bilgi alışverişini de sağlayabilmekte, iş gereksinimlerinin doğru 




• Yetersiz bütçeleme/planlama 
 Teknoloji hızla değişmekte, iş yapış şekillerine uygun teknolojilerin 
kullanılması günümüz rekabet ortamında zorunluluk arz etmektedir. Gerek işe uygun 
teknoloji yatırımlarının yapılmasında gerekse mevcut teknolojilerin 
güncellenmesinde öncelikle gereksinimler doğru olarak belirlenmeli, ardından iyi bir 
planlama yapılmalı ve bunun için yeterli bütçe ayrılmalıdır.  
• Yanlış kaynak kullanımı (yazılım, donanım, insan) 
 Kaynak kullanımının uygun yapılabilmesi için iş ihtiyaçlarının doğru 
belirlenmiş olması, bu ihtiyaçları karşılayabilecek uygun teknolojilerin tespit 
edilmesi ve uygulama safhasında eğitimli insan gücünün doğru yerde doğru olarak 
kullanılması, kurumun bilişim teknolojisi hizmetlerinden en üst düzeyde yaralanması 
için gerekli aşamalar olarak kabul edilmektedir. 
• Projelendirme hataları 
 En sık yapılan hatalardan biri de projelendirme safhasında gerçekleşmektedir. 
Gereksinimlerin doğru belirlenmemesi, gereksinimlere uygun olmayan çözümlere 
yönlenilmesi, projenin çözümleme safhasında yapılan yanlışlar, hatalı zamanlama, 
eksik kaynak kullanımı, yönetim desteğinin eksik oluşu, yanlış tasarım ve 
uygulamalar, uygun örgütsel yapıların olmayışı projelerden istenen sonucu almamızı 
önleyebilmektedir. 
• Çalışma yöntemlerinde eksiklik veya yanlışlık 
 İyi bir bilişim teknolojileri yönetimi, doğru yöntemlerin güçlü bir yönetim 
desteğinde kararlılıkla uygulanması ile mümkündür. Değişen gereksinimler 
çerçevesinde iş gerekliliklerine uygun teknolojilerin uygulanması beraberinde buna 
uygun örgütlenme gereksinimini de birlikte getirmektedir. Önceden uygulanmakta 
olan birçok yöntemin de değişen koşullara uygun olarak yeniden ele alınması, 
eksikliklerinin giderilmesi ve yeni duruma uyarlanması gerekmektedir.  
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           1. 5. 1. 4. Yasal riskler: Üçüncü şahıs (firma) iflasları veya 
anlaşmazlıklarıdır. 
• Üçüncü şahıs (firma) iflasları veya anlaşmazlıkları 
 Bilişim teknolojileri hizmetleri açısından herhangi bir şekilde dışarıdan 
destek hizmeti alınmış ise hizmetin alındığı firmanın veya taşeron firmanın iflas 
edebileceği veya verilen hizmetlerle ilgili ihtilafa düşülebileceği düşünülerek 
kontratlarda karşılıklı yükümlülükler ve ihtilaf vukuunda kurumu en az zararla bu 
durumdan kurtarabilecek hususlar açıkça belirtilmelidir.  
 
 1. 5. 1. 5. Dış riskler: Doğal afetler, sabotaj, terörist saldırılar, siber saldırılar, 
savaş hali, yangın, su basması gibi fiziksel tehditlerden oluşmaktadır. 
• Doğal afetler 
 Doğal afetlerden kaçmamız mümkün olmayabilir ancak, hasarı en az seviyede 
atlatmak için önlemler alınabilir. Örneğin bilgisayar sistemlerinin kurulacağı 
mekânın depremlere dayanıklı olarak inşa edilmesi, bir yedeğinin bulunması, 
alternatif iletişim sistemlerinin kullanılması, afet öncesi ve afet sonrası için idari ve 
teknik anlamda çok iyi planlama yapılmış olması, olası bir kayıp sonrası işletmenin 
kısa sürede normal işletime geçmesini kolaylaştıracaktır. 
• Sabotaj, terörist saldırılar, siber saldırılar 
 Stratejik önemi haiz kurum ve kuruluşlarla çevrimiçi alışveriş sitelere sahip 
firmaların bilgisayar sistemleri muhtemel bir sabotaj, terörist veya siber saldırıların 
tehdidi altındadır. Bu sistemlerin zarar görmesi olasılığına karşı sistemler farklı bir 
yerleşkede yedeklenmeli ve muhtemel bir saldırı sonrası normal işleyişe dönüş için 
önceden planlama yapılmalıdır.  
• Savaş hali 
 Ülke olarak herhangi bir savaşa girilmesi halinde stratejik kurum ve 
kuruluşlarla birlikte bilgisayar sistemleri de tehdit altındadır. Bu nedenle yerleşke 
bazında yedekleme yapılmalıdır. Aynı zamanda, savaş halinde kurumlar arası bilgi 
alışverişinin güvenli bir şekilde devamını sağlayacak önlemlerin alınması 
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gerekmektedir. Savaş hali, aynı zamanda bir ülkenin savaş halinde olduğu ülkenin 
üretmiş olduğu yazılım, donanım ve sunduğu hizmetlerin de aksamasına veya hiç 
alınamamasına yol açabilir. O nedenle, ürün ve firma bazında da çeşitlendirme söz 
konusu olmalıdır. 
• Yangın, su basması gibi fiziksel tehditler 
 Bilgisayar sistemlerinin kurulduğu mekânların yangın ve su basması gibi 
tehditlere açık ortamlar olmamalı ve bu tehditlerle ilgili erken uyarı ve bilgisayar 
destekli önleme sistemleri kurulmalıdır. Sistemlerin zarar görmesi olasılığına karşı 
yedekleme yapılmalı ve olası felaket durumundan geri dönüş planları yapılmış 
olmalıdır. 
 Yukarıda ifade edilen tehditlere zaman içinde gelişen teknolojiler ve bu 
doğrultuda değişen iş süreçleri bağlamında ekler de yapılabilir.  
 Bir kurum veya kuruluşun yukarıdaki tehditlere göre önceden tedbirlerini 
almış olması, buna yönelik planlama yapması muhtemel bir tehdidin gerçekleşmesi 
durumunda asli görevlerini en kısa sürede en az zararla atlatmış olarak yerine 
getirmeye devam etmesini sağlayacaktır. 
 
 1. 5. 2. Riskten Kaçınmak İçin Alınması Gereken Önlemler 
 Ulusal devletin stratejik politikasının en önemli amaçlarından biri, bilgiye 
dayalı toplumu yaratmak için ülke genelinde eğitim ve öğretimi geliştirmek ve 
yaygınlaştırmaktır. Ancak böyle bir toplum uzun dönemde, bilgiye ve beceriye 
dayalı, istikrarlı ve sürdürülebilir bir büyümeden yarar sağlayabilecektir. Bilişim 
teknolojilerini etkili ve verimli kullanmak için gerekli bilgi ve beceri de, ancak 
profesyonel bir anlayış çerçevesinde ömür boyu sürdürülecek olan bir eğitim 
seferberliğiyle elde edilebilir. Okul programları, ilkokuldan üniversiteye kadar ki 
eğitim süresince bilgisayar ve İnternet kullanımını öğreten dersleri de içerecek 
şekilde yeniden düzenlenmesi gerekmektedir. Bilgisayar kullanımına, bilgi ve 
iletişim teknolojilerinin uygulanmasına ilişkin dersler ve kurslar, gerek işçilere, gerek 
öğrenci ve işverenlere hiçbir ücret talep edilmeden maliyetleri devlet tarafından 
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karşılanarak verilmelidir. Yerel hükümet memurları, okul öğretmenleri, öğrencileri 
ve işsiz insanlar için özel eğitim programları tasarlanmalıdır (İşcan, 2010). 
 Bilişim teknolojilerinin hızlı yükselişi, bu teknolojilerin insani amaçlara 
hizmet etmesi ve verimliliğe katkıda bulunmasının sağlanması, sosyal mücadelelere 
ilişkin risklerin azaltılması amacıyla uyumlu bir idari çerçeveye olan ihtiyacı ortaya 
çıkarmıştır. İhtiyaç duyulan idari çerçeve, tüketici haklarının korunması, kişisel 
hakların ve özel bankacılık ilkelerinin korunması, İnternet kullanımının etkin bir 
şekilde yönetilmesi ve kontrol edilmesi gibi alanları da kapsamaktadır. Aynı 
zamanda, söz konusu idari çerçeve aşırı ölçüde yasaklayıcı bir niteliğe sahip 
olmamalı, rekabete zarar vermemeli ve yeni buluşların önünü tıkamamalıdır. Bu 
nedenle özel sektör temsilcileri ile sıkı bir işbirliği gerekmektedir. 
 Hükümetler için önemli olacak diğer bir görev de, bilişim teknolojilerine, 
özellikle de elektronik ticarete ilişkin istatistiklerin toplanacağı ve işleneceği bir 
sistemin oluşturulmasıdır. Sistematik ve güvenilir bilgilerin elde edilemediği bir 
ortamda, bilişim teknolojilerine ilişkin gelişmelerin izlenmesi ve idari önlemlerin 
üretilmesi de neredeyse imkânsız olacaktır. Bu alandaki standartlar uluslararası bir 
uzlaşmayla geliştirilmeli ve uygulanmalıdır. 
 Bir diğer olması gereken politik girişim de, toplumun bilişim teknolojilerinin 
yaratabileceği fırsatlar ve riskler hakkında bilgilendirilip uyarılması ve ulusal bilişim 
teknolojisi programı tasarlayıp uygulamaktır. Bilgi ve iletişim teknolojilerinin 
uygulanması özellikle küçük ve orta boy işletmelerde mali ve idari önlemlerle (vergi 
indirimleri, yüksek amortisman oranları, vergi muafiyetleri, bilgi ve iletişim 
teknolojisi yatırımlarının doğrudan parasal olarak desteklenmesi gibi) özendirilmeli 
ve teşvik edilmelidir. Ulusal bilişim ağının kurulması devlet tarafından aktif olarak 
desteklenmelidir. Hükümet aynı zamanda telekomünikasyon sektörünü 
serbestleşmeye açmalı; ucuz, evrensel erişime sahip ve hızlı İnternet olanağı 
sağlamalıdır. 
 Ulusal teknoloji politikası, finansman hizmetleri, bankacılık, gümrükler, yerel 
bilgisayar ağları, İnternet kullanımı gibi bilgi ve iletişim teknolojisinin yoğun olarak 
kullanıldığı alanlara yönelik özel nitelikli eğitim programlarını sağlayacak 
uluslararası teknik yardım ve işbirliği projeleri ile desteklenmelidir. Bilişim 
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teknolojileri donanımına ilişkin halen yürürlükte olan ticari engellemeler ve 
kısıtlamalar bir an önce gözden geçirilmeli ve yürürlükten kaldırılmalıdır 
(Odyakmaz, 2000: 104-105). 
 
 1. 6. E-DEVLET UYGULAMASINDA BİLİŞİM TEKNOLOJİLERİNİN 
         YERİ 
  
 İnsanlık, günümüzde bilişim teknolojilerinde hızlı gelişim, büyük bir değişim, 
değişimin ötesinde bir dönüşüm sürecindedir. Yeni toplum, bilgi etrafında 
örgütlenmiştir. Sanayi toplumunda ön planda olan “maddi ürünlerin üretimi” yerine, 
bilgi toplumunda bilgi teknolojileri kullanımı sonucunda “bilgi üretimi” önem 
kazanmıştır (Erkan, 1998: 101).  
 Klasik devlet anlayışında hükümet tarafından verilen çeşitli hizmetlerde, 
vatandaşlar çok fazla bürokrasi işlemiyle karşı karşıya kalınmıştır. Basit izlekler, 
çalışanlar için uygulanması karmaşık yapılar haline gelmiş ve bunun bir sonucu 
olarak, işlerin yürütülebilmesi için çok fazla sayıda personel ve memur işe alınmıştır. 
Ayrıca basit işlemler için sayısız formlar ve imzalar gerekmekte, işlemler aylarca 
sürebilmekteydi. (Yıldırır ve Karakurt, 2004’den Demirel, 2006: 83).  
 İçinde bulunduğumuz çağda ise bilgi teknolojileri, örgütlerin yapısını, 
işleyişini, performans ve değişimini etkileyen temel faktör olup, özel sektör ve kamu 
sektörü bilgi teknolojilerinden derin bir şekilde etkilenmektedir (Isaac-Henry, 1993: 
15’den Demirel, 2006: 83). Çalışanlar artık kâğıt parçaları yerine byte’larla 
çalışmakta, veri tabanı dosya dolaplarının yerini almaktadır (Bennet: 1998: 92’den 
Demirel, 2006: 83). Devletler de bu süreçte “e-Devlet”e dönüşerek hizmet kalitesini 







 Bu değişimi aşağıdaki tablodan görmek mümkündür:  
Tablo 3: Sanayi Çağı Devleti İle İnternet Üzerindeki Devletin Karşılaştırılması 
SANAYİ ÇAĞI DEVLET ANLAYIŞI  INTERNET ÜZERİNDEKİ DEVLET ANLAYIŞI  
Bürokratik kontroller  Bireye hizmet ve toplumun güçlendirilmesi  
İzole edilmiş idari fonksiyonlar  Entegre kaynak hizmetleri, açık ve şeffaf devlet  
Kağıt işi ve dosyalama  Elektronik hizmet teslimatı  
Zaman tüketen süreçler  Hızlı seri iş süreçleri  
Elle düzenlenen finansal sözleşmeler Elektronik form transferi (EFT)  
Garip raporlama sistemleri  Bilgiye esnek erişim  
Bağlantısız, birbirinden kopuk bilgi 
teknolojileri  
Bütünleşmiş ağ çözümü  
Her dönem idareci seçimi  Gerçek, katılımcı ve sürekli demokrasi  
Devlet-vatandaş anlayışı  Devlet-müşteri anlayışı  
 
Kaynak: Demokaan DEMİREL, E-Devlet ve Dünya Örnekleri, Sayıştay Dergileri, sayı :61 Nisan-
Haziran 2006, s. 84. 
 
 
 E-Devlet kavramı kendiliğinden ortaya çıkmış bir kavram değildir. Aksine, 
zaman içinde giderek artan ihtiyaçların yarattığı, bilgi ve iletişim teknolojileri 
yardımıyla ayakta duracak olan yeni devlet anlayışının bir ifadesidir (İnce, 2001: 12). 
 Elektronik devlet için, kamu hizmetlerinin bilişim teknolojileri kullanılarak 
vatandaşa aktarılması da denilebilir. Yine kamu hizmetlerinin 7/24 ( Yedi gün, Yirmi 
dört saat) esasına göre kişiye özel olarak farklılaştırılmış, daha hızlı ve daha kolay bir 
biçimde verileceği bu kamu yönetim modeli, ancak ağ ekonomilerinin yapı taşı olan 








 2. E-DEVLET 
 
 İkinci bir sanayi devrimi olarak karşımıza çıkan bilgi çağı; her yeni günde 
hayatımıza yenilikler getirmektedir. İletişim alanında çığır açan bir zamanların 
televizyonu ya da telefonu o dönemde yaşayan insanlar için ne ifade ettiyse; 
teknolojinin getirdiği son yenilik olan İnternet de bizim için aynı şeyleri ifade 
etmektedir. İnternet’in hayatımıza girmesiyle birlikte elektronik’in ‘e’sini ilk olarak 
“elektronik posta” ile tanıdık. Daha sonra ticaretin İnternet’e sıçramasıyla elektronik 
ticaret kavramı hayatımıza girdi. Şimdi de ‘e’ devletin başına gelerek yepyeni bir 
kavram olarak karşımıza çıkmıştır (Küçükgörkey, 2001: 2). 
 Bu hızlı değişim ve gelişimin başında gelen İnternet’in diğer iletişim 
araçlarından ayrılan yönü çok yönlü iletişime açık oluşu, bu teknolojinin yönetime 
katılma ve bilgiye ulaşma amaçlı kullanımını gündeme getirmiş, çok yönlü iletişimi 
işlevsel hale getiren bu süreç dünya ölçeğinde kamu yönetimini, bürokratik yapıları, 
ülkelerin rekabet gücünü, insan gücü profilini ve mesleklerin yapısını değiştirmiştir.
 Doğumdan önce devlet ile başlayan işlemler, doğumdan sonra da hatta 
öldükten sonra bile sürmektedir. Doğumdan ölüme e-Devlet her yerde kullanımda 
olacaktır. 
 Son yıllarda kamu yönetiminde, bilgisayar ve İnternet uygulamalarının 
yaygınlaşması ile birlikte kamu-vatandaş-isletme ve çalışanlar arasındaki ilişkiler 
yeni bir boyut kazanmıştır. Bu anlamda e-Devlet, yönetenlerle yönetilenler 
arasındaki her türlü ödev ve yükümlülüklerin karşılıklı olarak “dijital ortamda” 
sürekli ve güvenli bir biçimde gerçekleştirilmesi anlamına gelmektedir (Çelikkol, 
2008: 24). 
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 “Akıllı devlet” ya da “Dijital devlet” olarak da isimlendirilen (Yanık, 2010) 
e-Devlet kavramı, devletin kendi iç işleyişinde ve sunduğu hizmetlerde bilişim 
teknolojilerinin kullanılması olarak tanımlanmaktadır (Özcivelek, 2010: 1) . 
 E-Devlet geleneksel devlete rakip değil, fakat geleneksel devlet modeli içinde 
kamunun vermesi gereken hizmetlerin sunuluş şeklini değiştiren bir alt yapılar 
bütünüdür. E-Devlet’e geçişle birlikte birbirlerinden az ya da çok farklı işlevleri 
yerine getiren ve çok çeşitli alanlarda hizmet sunan kamu kurumlarının görevleri 
sona ermemekte, bu kurumlar sadece sunulan hizmetin kalitesinin artırılması, 
güncelliğinin ve sürekliliğinin sağlanması amacıyla değişim göstermektedir (Baştan 
ve Gökbunar, 2004: 73). 
 
 2. 1. E-DEVLET’İN TANIMI 
 
 İletişim teknolojisinin sunduğu olanakların devlet yükümlülüklerinin ve 
görevlerinin daha kolay ve basit bir şekilde yerine getirilmesini sağlayacağı 
varsayımına dayanan e-Devlet, bilgi ve iletişim teknolojilerini içeren yalın bir 
kavram olmaktan öte, sosyal ve kurumsal özellikleri olan çok boyutlu bir dönüşüm 
sürecidir.  
 E-Devlet, kamu hizmetlerinin bilişim teknolojileri temelinde yeniden 
biçimlendirilmesini ve bu yolla vatandaşlar, ticari kuruluşlar ile devletin çeşitli 
birimleri arasında iletişim becerilerinin artırılması yoluyla bürokratik süreçlerin 
otomasyona geçişini anlatmak üzere kullanılan bir kavramdır.  
 E-Devlet “elektronik” terimini içerse de esas itibariyle ‘devlet’ kavramı yine 
de geleneksel tanımını korumaktadır. E-Devlet tamamen yeni bir devlet kavramına 
karşılık gelmemekte, devlet mekanizmasının vatandaşlarca algılanması sürecinde 
kullanılan araçlar, teknikler, sistemin tasarımı farklı olsa da işlevler geleneksel devlet 
kavramının özünde yer alan işlevlerle aynıdır (Baştan ve Gökbunar, 2004: 72-73).  
 E-Devlet’ten kavram olarak anlaşılması gereken; devletin vatandaşlarına karşı 
yerine getirmekle yükümlü olduğu görev ve hizmetlerle vatandaşların devlete karşı 
olan görev ve hizmetlerinin karşılıklı olarak elektronik iletişim ve işlem ortamlarında 
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kesintisiz ve güvenli olarak yürütülmesidir (Özgören, 2010). Diğer bir deyişle e-
Devlet, e-Yurttaş ve e-Hükümet arasında olan ilişkilerin karşılıklı hizmet anlayışına 
dayalı olarak gerçekleştirildiği bir teknoloji çalışmasıdır (Sağsan; 2001: 91). 
 Teknik bir bakışla e-Devlet, veri tabanları, ağlama, karar destek, çoklu 
medya, otomasyon, izleme ve bulma, kişisel tanımlama teknolojileri gibi bir dizi 
elektronik bilgi sistemini işletme temeline dayanmaktadır (Jaeger, 2003: 323’den 
Baştan ve Gökbunar, 2004: 73 ). Önceleri bilgisayar teknolojisinden ayrı bir gelişim 
seyreden telekomünikasyon ve elektronik kitle iletişim teknolojilerinin sayısallaşarak 
bilgisayar teknolojisi ile kaynaşarak milyonlarca kullanıcının evlerine, özel 
mekânlarına kadar ulaşması bugünkü e-Devlet düşüncesinin teknolojik alt yapısını 
sağlamıştır. 
 En geniş anlatımla e-Devlet; Sistem entegrasyonu ve ölçeklenebilirliliğin 
olanakları ve sınırlarını teknolojik, kurumsal ve politik olarak araştırarak, birbirine 
uyumlu çalışabilen güvenli sistemler geliştiren, İnternet teknolojileri, devlet bilgisine 
ulaşım, elektronik oy verme ve vergilendirme sistemini mümkün kılan, vatandaşların 
demokratik süreçlere katılımı için yöntem ve ölçümlemeler geliştiren ve kendini 
sürekli yenileyen, İnternet kullanımının kamu sektöründe ve halk arasında daha 
yaygın hale gelmesiyle yeni ve entegre hizmetler veren, devlet tarafından verilen 
hizmetlerin özel girişim ve Sivil Toplum Kuruluşu (STK) ortaklar ile başka 
kuruluşlar tarafından verildiği, bilginin araştırılması, seçilmesi, analizi ve paylaşımı 
için geliştirilecek teknolojilerin kamu görevlilerinin karar verme süreçlerini derinden 
etkilediği, bu teknolojilerin kullanımıyla birlikte halk katılımı ve açık devlet 
kavramının mümkün kılındığı, kamu sektöründe, elektronik arşivleme ve kayıt 
yönteminin gündelik hayatın bir parçası haline geldiği, bilgi ve teknolojinin 
bütünleştirdiği devlettir. (Şentürk, 2003: 4). 
 Elektronik ya da dijital devlet, vatandaşlara ve kurumlara daha etkin hizmet 
götürmeyi sağlayan bir alt yapıyı oluşturmak için; tüm bürokrasinin elektronik 
ortama taşınması anlamına gelmektedir. (Küçükgörkey, 2001: 2). 
 E-Devlet; Halkın demokrasi, katılımcı yönetim, daha iyi yönetebilme ve etkin 
hizmet alma taleplerinin karşılandığı bir sistemdir. (Ulusoy ve Karakurt, 2000: 135). 
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  E-Devlet; Devletin günlük idari islerinin kolaylaştırılmasında iletişim ve bilgi 
teknolojilerinin kullanılmasıdır (Erdal, 2004: 3). Aynı zamanda kamunun kendi 
birimleri arasındaki işlemlerde de bürokrasinin azaltılması e-Devlet kapsamında ele 
alınmaktadır. 
 E-Devlet en yalın biçimiyle; “Devletin vatandaşlara karsı yerine getirmekle 
yükümlü olduğu görev ve hizmetler ile vatandaşların devlete karsı olan görev ve 
hizmetlerinin karşılıklı olarak elektronik iletişim ve işlem ortamlarında kesintisiz ve 
güvenli olarak yürütülmesidir.” biçiminde tanımlanmaktadır (Arifoğlu ve Diğerleri, 
2002: 12). 
 Aşağıdaki tabloda geleneksel devletle e-Devlet’te Vatandaş-Kamu Yönetimi 
ilişkisi gözlemlenmektedir: 
Tablo 4: Geleneksel Devlet ve E-Devlet’te Vatandaş-Kamu Yönetimi İlişkisi  
Geleneksel Devlet  E-Devlet  
Pasif Yurttaş  Aktif-Müşteri-Yurttaş  
Kâğıt Temelli İletişim  Elektronik İletişim  
Dikey/Hiyerarşik Yapılanma  Yatay/Koordineli Ağ yapılanması  
Yönetimin Veri Yüklemesi  Yurttaşın Veri Yüklemesi  
Eleman Yanıtı Otomatik Sesli Posta, Çağrı Merkezi vb. 
Eleman Yardımı  Kendi Kendine Yardım/Uzman Yardımı  
Eleman Temelli Denetim Mekanizması Otomatik Veri Güncellemesiyle Denetim  
Nakit Akışı/Çek  Elektronik Fon Transferi (EFT)  
Tek Tip Hizmet  Kişiselleştirilmiş/Farklılaştırılmış Hizmet  
Bölümlenmiş/Kesintili Hizmet  Bütünsel/Sürekli/Farklılaştırılmış Hizmet 
Yüksek İşlem Maliyetleri  Düşük işlem Maliyetleri  
Verimsiz Büyüme  Verimlilik Yönetimi  
Tek Yönlü İletişim  Etkileşim  
Uyruk İlişkisi  Katılım İlişkisi  
Kapalı Devlet  Açık Devlet  
Kaynak: Uçkan; Özgür, E-Demokrasi ve Türkiye, Kamu Yönetiminin Yeniden Yapılanması İçin 






     2.  2. E-DEVLET’İN TARİHÇESİ 
 
 Elektronik Devlet olarak adlandırılan e-Devlet kavramı ile Devlet’in yeniden 
yapılanması, iş ve işlem süreçlerin elektronik ortamda olacak şekilde yeniden 
hazırlanması amaçlanmaktadır. 
 Gelişmekte olan ülkeler kategorisindeki ülkemiz için elektronik devlete 
geçmek önemli ve gereklidir. Bunun içinde öncelikle hukuki ve teknik altyapının 
yanında, e-Devlet’i yürütüp ayakta tutacak olan personelin de gerekli eğitimden 
geçmesi gerekmektedir (Çakıroğlu, 2005: 9). 
 Elektronik bir toplumun oluşturulması, hizmetlerin elektronik ortamda daha 
etkin bir biçimde sunulması ve tüm bireylerin bilgi toplumu çerçevesine dahil 
olabilmesi amacıyla Avrupa Birliği, 23-24 Mart 2000 tarihinde Lizbon’da yapılan 
Avrupa Konseyi toplantısında, Avrupa’nın gelecek 10 yılda “dünyadaki en rekabetçi 
ve dinamik bilgi tabanlı ekonomisi” haline gelmesi hedefini koymuş ve 19-20 
Haziran 2000 tarihinde Portekiz’in Feira kentinde “eAvrupa Eylem Planı”nı kabul 
etmiştir (Bayrakcı, 2005).  
 11-12 Mayıs 2000 tarihlerinde Varşova’da yapılan Avrupa Bakanlar 
Konferansında, Orta ve Doğu Avrupa Ülkeleri, 15 AB Üye Devletinin e-Avrupa ile 
ortaya koyduğu girişimin bir parçası olma konusunda uzlaşmıştır. Avrupa 
Komisyonu, Şubat 2001’de Türkiye’ye ve bu ortak eylem planının oluşturulması için 
diğer aday ülkelere katılımları için davette bulunmuştur (Yanık, 2010).  
 Eylem Planı oluşturabilmek için ilk olarak, Türk Telekom’un İnternet servis 
sağlayıcılarına (ISS) tekel olarak alt yapı hizmetlerini sunmakta olduğu dikkate 
alınarak; özelleştirme işleminin tamamlanmasından sonra oluşan rekabetçi ortamda 
İnternet erişimi daha ucuz ve daha hızlı hale getirmek amacıyla, 28 Ağustos 2001’de 
tarifelendirme ile ilgili Yönetmelik Resmi Gazetede yayınlanarak yürürlüğe 
girmiştir. Bu Yönetmeliğin amacı, telekomünikasyon sektöründe rekabet ortamının 
oluşturulması, teknolojik gelişimin ve yeni yatırımların teşvik edilmesi, ülke 
genelinde telekomünikasyon hizmetlerinin yaygınlaştırılması ile tüketicilerin 
korunması hususlarını gözeterek tarifelerin onaylanmasına ve denetlenmesine 
yönelik usul ve esasları tespit etmektir. 
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 Telekomünikasyon Hizmetleri Yönetmeliği (Lisans Yönetmeliği) 28 Mart 
2001’de yürürlüğe girmiştir. Bu Yönetmeliğin amacı; telekomünikasyon hizmeti 
yürütülmesi ve/veya altyapı kurulması ve işletilmesine ilişkin esas ve usulleri 
düzenlemektir. Elektronik Veri, Elektronik Sözleşme ve Elektronik İmza Kanunu 
Tasarısı, Elektronik Ticaret Koordinasyon Kurulu tarafından AB direktifi 
doğrultusunda hazırlanmış olup, Elektronik Belge, Elektronik İmza, Sertifika Hizmet 
Sağlayıcıları hususlarını da düzenlemiştir (Ayvalı ve diğerleri, 2002: s. 13). 
 Türkiye’nin, AB aday ülkeleri için oluşturulan e-Avrupa Eylem Planına 
katılımını takiben, eylem planı ile ilgili çalışmalar Başbakanlık koordinasyonunda 
başlatılmıştır. 27 Şubat 2003 tarihinde yayımlanan 2003/12 sayılı Başbakanlık 
Genelgesiyle söz konusu eylem planının önceliklerini de kapsayan e-Dönüşüm 
Türkiye Projesi hayata geçirilerek kurumsal yapı oluşturulmuştur (Yanık,2010).  
 Projenin koordinasyonu, izlenmesi, değerlendirilmesi ve yönlendirilmesi ile 
ilgili olarak Devlet Planlama Teşkilatı Müsteşarlığı (DPT) görevlendirilmiştir. Bu 
görevin yerine getirilmesi amacıyla DPT bünyesinde Bilgi Toplumu Dairesi 
Başkanlığı kurulmuştur.  
 İlgili Genelgede, bilişim teknolojileri politikaları ve mevzuatının öncelikle 
Avrupa Birliği mevzuatı çerçevesinde gözden geçirilerek yeniden düzenlenmesi ve e-
Avrupa kapsamında aday ülkeler için öngörülen eylem planının ülkemize 
uyarlanması hususları, e-Dönüşüm Türkiye Projesinin başlıca amaçları arasında yer 
almıştır. 
 Bu bağlamda, Bilgi Toplumu Dairesi koordinatörlüğünde 8 çalışma grubu 
oluşturulmuştur. Bunlar; Bilgi Toplumu Stratejisi, Teknik Alt Yapı ve Bilgi 
Güvenliği, Eğitim ve İnsan Kaynakları, Hukuki Alt Yapı, e-Devlet, e-Ticaret, e-
Sağlık, ve Standartlardan Oluşmaktadır (DPT, 2004: 24). 
 
 2. 3. E-DEVLET’İN AMAÇLARI  
 Temelde e-Devlet’in amacı işlemlerin elektronik ortamda ve bürokrasiyi 
azaltacak şekilde yapılması olsa da, e-Devlet gelişmiş bir altyapı sayesinde daha hızlı 
ve güvenli çalışan bir kurumsallaşmayı da beraberinde getirecektir. 
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 E-Devlet’in önemli amaçları arasında bazıları şöyle sıralanmaktadır (Evren, 
2010);  
 1– Harcamalarda Tasarruf Sağlamak: Her yıl devlet üzerinde yük 
oluşturan harcamaları, zamanı, kırtasiyeyi, maliyetleri, e-Devlet sisteminin 
benimsenmesiyle beraber çok büyük oranda düşürebilmektir.  
 2– Kâğıt İşlemlerini Kontrol Altına Almak: E-Devlet anlayışının 
yerleşmesiyle beraber, kâğıt üzerinden yapılan; oy verme, sağlık, vergi, nüfus ve 
gümrük işlemleri, belediye hizmetleri gibi her türlü işlemi elektronik ortama 
aktarmak ve her türlü analize imkân tanımaktır.  
 3– Şeffaflığı Sağlamak: “şeffaf devlet” anlayışının benimsenmesini, “halk 
için var olan devlet ” kavramının yerleşmesini ve her türlü bilgiye İnternet 
ortamından ulaşılmasını sağlamaktır (Evren, 2010). Şeffaflık, yapılan işlerle ve 
hizmetlerle ilgili olarak gizlilik sınırlamalarını mümkün olan en alt düzeylere 
indirmekle beraber, bilgi edinme hak ve özgürlüğünün önünün açılmasını da 
kolaylaştıracaktır (Kösecik ve Karkın, 2004: 99).  
 4– Hizmet Kalitesini Arttırmak: İnternet ortamından gerçekleştirilmeye 
başlanacak olan servisleri hizmet anlayışının belli bir kalite düzeyinde ve 
standartlaştırılmış olarak vatandaşlara ulaştırılmasını sağlamaktır.  
 5 - Kamu Açısından: Bilgi çağının hızına ve kalitesine toplumun tüm 
kesimleriyle ulaşmak, bürokrasiyi azaltıp verimliliği artırmak, kurumların iç 
işleyişini iyileştirmek, kamu kurumları ve kullanıcıları arasında koordinasyonu 
gerçekleştirmek ve çalışma yöntemlerinin en uygun şekilde uygulanmasını 
sağlamaktır. 
 6– 7 Gün 24 Saat Kamu Hizmeti Sağlamak: Artan hizmet kalitesinin yanı 
sıra vatandaşlara “bir tık” kadar yakın olup, 7 gün 24 saat kamu hizmeti sağlamaktır.  
 7– Katılımı Arttırmak: Devlet hizmetlerinden yararlanacak vatandaş 
sayısını çoğaltıp, katılımı arttırarak, da etkileşimli ve daha demokratik bir devlet 
yapısı oluşturmak. 
 8– Kolay, Hızlı ve Rahat Erişim Olanağı Sağlamak: İnternet teknolojisinin 
kamu hizmetlerini sağlamada kullanılmaya başlamasıyla birlikte devlet kapısını bir 
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devlet portalına dönüştürerek, zaman ve mekân farklılıklarının etkisini ortadan 
kaldırmak; Ülkenin her köşesine aynı kalitede eş zamanlı servis hizmeti verebilmek; 
kolay, hızlı ve rahat erişimi sağlamak; hizmete ulaşımı kolaylaştırmak, eşit 
yararlanmayı sağlamak, rüşveti ortadan kaldırmak ve yeni teknolojinin rahatlığından 
herkesin yararlanmasını sağlayıp eşit kalitede servisi yaygınlaştırmaktır.  
E-Devlet’te çalışma yöntemlerinin en uygun şekle sokulması, hata oranının 
en aza indirilmesi, dijital demokrasiye geçişin hızlandırılması, ekonomik arz ve 
talebin sağlanması, karar verme süreçlerinin geliştirilmesi ve hızlandırılması, katma 
değerinin yüksek üretimlere zemin oluşturulması, güvenli, üreten, devletiyle barışık 
mutlu bir toplum yaratması gibi amaçlarda güdülmektedir (Tübitak-Mam, 2004: 
9’den Demirel, 2006: 88). 
 
 2. 4. E-DEVLET MODELLERİ 
 
 E-Devlet uygulamaları, hem kamunun kendi içindeki işlemlerde, hem de 
kamu ile vatandaş arasındaki işlemlerde kolaylık sağlayacağından dolayı, bugüne 
kadar aksayan veya hatalara sebep olan sorunlarının ortadan kalkmasına yardımcı 
olacaktır (Çakıroğlu, 2005: 10). 
 E-Devlet; teknik anlamda, yurttaşların “müşteri”, kamu yönetimi 
faaliyetlerinin de “hizmet” olarak görüldüğü “kalite/fiyat performansı” ölçütlerinin 
uygulandığı, en az maliyet ve emekle en kaliteli hizmetin üretilmesini hedefleyen bir 
“verimlilik yönetimi sistemi” olarak tanımlanmaktadır. Bu bağlamda e-Devlet 
modeli düşük “maliyet/kaliteli hizmet performansı” üzerinde temellenen ve “toplam 
kalite yönetimi” ile “müşteri memnuniyeti” ölçütlerine göre yapılandırılmış 
verimlilik yönetimi sistemiyle, somut ifadesini elektronik ticarette bulan e-İş 
modelleriyle ilişkilendirilmekte ve merkeziyetçi olmayan bir yatay koordinasyon 
yapısı sunmaktadır (Uçkan, 2003: 44-47). Dolayısıyla elektronik devlet yapısına 
geçiş, kamu yönetimi sisteminde ve vatandaşa bakış açısında belirgin bir anlayış 
farkını mecburi kılmaktadır.  
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 Bu nedenlerle aşağıdaki akış şeması oluşmuştur (Uçkan, 2003: 47). 
Kamu Yönetiminden ↔Kamu Yönetimine (K↔K) (Goverment to Goverment- G2G) 
Kamu Yönetiminden ↔Vatandaşa (K↔V) (Goverment to Citizen- G2C) 
Kamu Yönetiminden ↔İşletmelere (K↔İ) (Goverment to Business- G2B) 
 
Şekil 5: E-Devlet Modeli Akış Şeması 
 
Kaynak: Michiel Backus, E- Governance and Developing Countries, 2001: s. 4’den Uçkan; Özgür, E-
Devlet, E-Demokrasi ve Türkiye, Kamu Yönetiminin Yeniden Yapılanması İçin Strateji ve 
Politikalar-I, Literatür Yayıncılık, 2003, s. 48. 
 
 2. 4. 1. Kamu Yönetiminden Kamu Yönetimine (Goverment to 
 Goverment- G2G) 
 Bu model, gerek tüm kamu yönetim birimleri arasındaki yatay ilişkileri, 
gerekse merkezi ve yerel yönetimler arasındaki ilişkileri kapsamaktadır (Uçkan, 
2003: 47). Bu nedenle, devlet daireleri arasında ve devlet düzeyleri arasındaki hizmet 
sunumu programlarının birleştirilmesi, elektronik bilgi paylaşımı ve entegrasyonu 
gerekmektedir (LaVigne, 2000: 3’den Çakıroğlu, 2005: 14 ). 
 Şeffaf devlet vizyonuna ulaşmak, daha verimli çalışarak, kamu kurum ve 
kuruluşları arasında bilgi bütünlüğünü sağlamak ve bu şekilde her türlü kötüye 
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 2. 4. 2. Kamu Yönetiminden Vatandaşa (Goverment to Citizen- G2C) 
 Vatandaşın doğumundan ölümüne kadar geçen süre içinde tüm kamu kurum 
ve kuruluşlarıyla olan ilişkilerinin mümkün olduğunca e-Devlet yoluyla çözüme 
kavuşturulması demektir. Kamu yönetim birimleri ile yurttaşlar arasındaki tüm 
ilişkiler bu kapsamdadır (Uçkan, 2003: 48). 
 E-Devlet modelinin temelinde, devletin kendi işlerini kolaylaştırıp maliyetleri 
azaltması düşüncesinin yanında vatandaşının da her türlü sorununu çözmek 
bulunmaktadır. Buradan hareketle, nüfus kâğıdı alırken, çocuklukta, eğitim çağında, 
askerlik çağında, vergi verirken, su parası yatırırken, elektrik borcu öderken, trafik 
cezası yatırmak gerektiğinde, emlak alım satımında, boşanma işlemlerinde, ölüm 
halinde cenaze işlemlerinde ve benzeri her türlü resmi belgelere erişilmesi gerektiği 
yerde devletle vatandaşın arasındaki elektronik ortamda kurulacak olan ilişkidir 
(Erdal, 2004: 4-5). 
 
 2. 4. 3. Kamu Yönetiminden İşletmelere (Goverment to Business- G2B) 
 İşletmeler açısından ön yatırım evresinde başvurulan gerek devlete ve gerekse 
Sivil Toplum Kuruluşlarına ait kurumlar (DPT, Ticaret ve Sanayi Odaları, 
Bakanlıklar v.b.) ve bu kurumların ihtiyaç duyduğu bilgi ve belgelerin temini ve 
işlemlerinin hızlı ve güvenli yapılabilmesi için e-Devlet uygulamalarından 
yararlanılması ilkesine dayanmaktadır (Erdal, 2004: 5-6). 
 Vergi Ödemeleri, Bankacılık ve Finansmanla ilgili bilgiler, ihracat ve ithalat 
işlemleri, gümrük işlemleri, sigorta, doğalgaz, elektrik, su ödemesi gibi tüm 
işlemlerde işletmelerin ihtiyaç duyduğu bilgi ve belgelerin e-Devlet ilkeleri 







 2. 5. E-DEVLET’İN ALTYAPISI 
 
 E-Dönüşüm Türkiye Projesi kapsamında hazırlanan Kısa Dönem Eylem 
Planında, bilgi teknolojisi alt yapısının geliştirilmesi amacıyla çeşitli eylemlere yer 
verilmiştir. Bu çerçevede, teknik alt yapı ve bilgi güvenliği, hukuki altyapı, 
standartlar, e-Ticaret, e-Devlet, e-Sağlık, bilgi toplumu stratejileri ile eğitim ve insan 
kaynakları başlıkları altında 2003-2004 dönemini kapsayacak ayrıntılı eylemlere yer 
verilmiştir.  
 Altyapı yatırımlarına gerekli önem verilmeli, tüm kamu kurum ve kuruluşları 
ve tüm dünyada olduğu gibi özellikle yerel yönetimlerin ve Üniversitelerin konuya 
duyarlılığı arttırılmalıdır (Çakıroğlu, 2005: 9). 
 Bilişim altyapı donanımının zaman ve mekân boyutları içinde ağ sistemleri 
olarak gerçekleştirilmesi ağırlıklı olarak kamusal alt yapı yatırımlarını gerektirir 
(Erkan, 1997’den Uyan ve Akçin, 2007: 44). E-Devlet uygulamalarında kullanılan, 
bu uygulamaların yapılabilmesi için olmazsa olmaz denilebilecek bir kısım alt 
yapılar vardır. Bunlar; bilişim altyapısı, eğitim altyapısı, hukuki altyapı olarak e-
Devlet’in temel alt yapılarını oluşturmaktadırlar. 
 E-Devlet geleneksel devlet yönetiminde dönüşüm sayılabilecek olumlu 
katkılarının yanı sıra e-Devlet’e geçiş sürecindeki birtakım altyapı eksikliklerinden 
dolayı olumsuz sorunları da beraberinde getirmektedir.  
 E-Devlet altyapısının hazırlanmasındaki öncelikli adımlar şunlardır (Arifoğlu 
ve diğerleri, 2002: 30-39):  
 
 2. 5. 1.  Bilişim Altyapısı  
 Bilişim altyapısından e-Devlet’in teknolojik altyapısı anlaşılmalıdır. 
Teknolojik altyapı kurumsal anlamda tanımlanabileceği gibi, ulusal ölçekte de ele 
alınabilir. Bilişim altyapısının kurumsal anlamda tanımı; kurumun verilerini 
bilgisayar ortamına aktarması, her personelinin bilgisayar okur-yazarı olması ve 
birçok işlerini bilgisayar ile yapabilecek sistemlere sahip olması (ofis otomasyon 
sistemi, yönetim-bilişim sistemi vb.), çalışanların kurum içi bilgilere ve diğer 
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çalışanlara bir ağ üzerinden (İnternet, yerel ağ gibi) ulaşabilmesi, yöneticilerin 
verilere elektronik ortamda ulaşarak sorgulayabilmesi, analiz ederek bilgiler elde 
edebilmesi, buna bağlı olarak doğru ve süratli kararlar verebilmesi vb. şeklinde ifade 
edilmektedir (Uyan ve Akçin, 2007: 44).  
 E-Devlet oluşumunda, bilgisayar donanımları ve yazılımlarının etkin 
kullanımının yanı sıra bilgi üretimi ve paylaşımı da çok önemlidir. Bu amaca uygun 
olarak kurulan kurumsal İnternet’ler
 
(İntranet) e-Devlet’in oluşumunun temel adımını 
oluşturmaktadır. Bu bağlamda elektronik ortamda sunulacak kamu hizmetleri müşteri 
tercihlerini dikkate alarak belirlenmeli, farklı erişim seçenekleri sunabilmeli, İnternet 
kullanımını özendirici çalışmalar yapılmalı ve vatandaşların kamu yönetimine 
güvenleri artıracak yönde uygulamalara gidilmelidir (Demirel, 2006: 99-100).  
Ulusal ölçekte ise; bilişim altyapısı oluşturulurken ülkenin değişik kuruluşları 
bir araya getirilerek kurumlar arası koordinasyon, kurumların birbirleriyle ve 
vatandaşın kurumlar ile iletişimi, veri, bilgi ve hizmet alışverişi (Uyan ve Akçin, 
2007: 44) içinde olması mutlak surette sağlanmalı, ortak hedef ve amaçlar net olarak 
ortaya konulmalı, projelerdeki çok başlılık önlenmelidir. 
 
 2. 5. 2. Eğitim Altyapısı 
 Bilim ve teknolojideki hızlı gelişmeler toplumun tüm kesiminin gerek iş 
gerekse özel yaşamını derinden etkilemekte, gelişmelerin gerisinde kalan toplumlar, 
medeniyetin de gerisinde kalmaktadır. Bilim ve teknolojideki gelişmeleri iş yaşamına 
ve özel yaşama uyarlayabilmenin yolu şüphesiz eğitimden geçmektedir (Uyan ve 
Akçin, 2007: 44). 
 Küreselleşme, bilim ve teknolojideki gelişmeler, bilgi toplumunun 
gerektirdiği insan gücü profilini belirleyen temel etmenler olmuştur. Bilgi toplumuna 
ulaşmada teknolojinin sağladığı olanakların payı büyüktür ve bilişim teknolojilerini 
etkin kullanabilen insan kavramı ön plana çıkmaktadır. Sürekli ve son derece hızlı bir 
şekilde değişen teknoloji ve buna bağlı olarak iş süreçleri, çalışanların göreve 
başladıkları andan emekli oluncaya kadar mesleklerindeki gelişmelerin gerisinde 
kalmamak ve yeni gelişen teknolojilere uyum sağlamak için sürekli eğitilmelerini, 
dolayısıyla hizmet içi eğitim almalarını zorunlu kılmıştır. Gelişmiş ülkeler yetişmiş 
 42
eleman açığını hizmet içi eğitimle gidermektedir. Bu ülkelerde yetişmiş elemanın 
verimli çalışması ile oluşan kazancın eğitim için yapılan harcamaların çok çok 
üzerinde olduğu görülmekte ve eğitime yapılan harcamaların artırılmasının gerektiği 
düşünülmektedir (Arifoğlu, 2002’den Uyan ve Akçin, 2007: 44). 
 
 2. 5. 3. Hukuki Altyapı 
 Ne tür verilerin, hangi koşullarda, kimlerin kullanımına açılacağı (gizlilik, 
paylaşım ilke ve yöntemleri); hangi verileri kimlerin toplayacağı ve güncelleştireceği 
(üretim sorumlulukları); üretilecek verilerin formatının, özniteliklerinin, vs. ne 
olacağı gibi hususlar, gerek genel mevzuatla gerekse kurumların özel mevzuatları ile 
belirlenmesi gerektiğini ifade etmektedir. 
 En büyük bilgi ve hizmet üreticisi olan devlet, bu bilgi ve hizmeti 
kurumlarına ve vatandaşa en kolay ve en çabuk şekilde ulaştırabilmek için bu 
altyapıları tamamlamış olmalıdır. Söz konusu olan bu altyapının tamamlanması bir 
süreç, emek ve yatırım gerektiriyor olmasına rağmen, birçok ülke bu altyapıyı bir an 
önce tamamlama gayreti içindedir (Uyan ve Akçin, 2007: 45). 
Çevrimiçi hizmetlere geçerken, gerekli hukuksal düzenlemeler 
gerçekleştirilmelidir ve bu çerçevede öncelikle elektronik imza ve elektronik 
dokümanlara hukuki geçerlilik sağlayacak yasal düzenlemelerin yapılması 
gerekmektedir (Demirel, 2006: 100).  
• Mevzuat  
Günümüz devletleri, kendi vatandaşının ve toplumlarının en üst düzeyde 
“değer ve yenilik yaratma” yeteneklerinin ortaya çıkarılmasında ve geliştirilmesinde 
aktif rol almaktadırlar. Bu durum; “hak ve özgürlükler” ile “ödev ve 
sorumlulukların” yeniden net bir şekilde tanımlanmasını, karşılıklı doğru 
algılanmasını ve uygulanmasını gerektirmektedir.  
 Bu noktada e-Devlet yönetimi ve politikalarının “evrensel hukuk ve etik” 
temelinde oluşum ve işleyişi öncelikle dikkate alınmalıdır. Aksi takdirde elektronik 
iletişim ve bilgi araçlarının kullanımında yönetsel güç tekeli, hak ve özgürlüklerin 
 43
kullanımında daralmaya ve yeni buyrukçu ve dayatmacı devlet veya güçler düzeninin 
oluşumuna neden olabilecektir. (Demirel, 2006: 98-99).  
• Yasal Düzenlemeler  
E-Devlet yapılanmasını gerçekleştirmek için yeni yasal düzenlemelere 
(Özellikle kişisel bilgilerin korunması, elektronik imza ve onay kurumlarına ilişkin) 
gereksinim duyulmaktadır. Bu düzenlemelerin eksikliği e-Devlet’in önündeki en 
büyük engeller arasındadır.  
Öncelikle, İnternet hizmetlerinin herkes tarafından erişilebilir düzeye 
getirilmesi, ardından iletişim piyasasının serbestleştirmeye doğru yeniden 
düzenlenmesi gerekmektedir. Bu yapılmadıkça, katılım gerçek anlamda oluşturulmuş 
sayılamamaktadır (Alptürk, 2004’den Demirel, 2006: 99). 
• Onay Kurumu  
Elektronik ortamda gönderici ve alıcıların kimliklerinin belirlenmesi için 
üçüncü kişi veya kurumlarca “sayısal sertifika” düzenlenmesi gereklidir. Bu 
sertifikaları düzenleyen kurumlar “Onay Kurumu” olarak adlandırılmaktadır 
(Demirel, 2006: 99).  
• E-Noter  
E-Noter, e-Devlet’te onay kurumlarının yanı sıra geleneksel noter sistemine 
benzer şekilde belge ve yetki devri istemlerini onaylayan, işleme zaman boyutunda 
geçerlilik kazandıran kurumdur. E-Noter, e-Devlet oluşumunun temel dayanağı 
olarak görülmektedir (Demirel, 2006: 99).  
 
 2. 5. 4. Güvenlik ve Gizlilik Altyapısı 
İnternet aracılığıyla sunulan bilgi hizmetlerin gizlilik ve güvenliği konusu iki 
çerçevede incelenebilir (Yıldız, 2003: 318’den Demirel, 2006: 101): İlki, yönetim 
birimlerinin vatandaşlara ve kurumlara hizmet sunarken kullandığı gizli bilgilerin 
kötü niyetli üçüncü şahısların eline geçmesinin engellenmesi sorunudur. Gizlilik ve 
güvenlik konusunun diğeri ise, kamusal bilgilerin ulusal güvenliği tehlikeye 
düşürebilme ihtimalidir. Bu ve benzeri nedenlerle e-Devlet hizmetleri kullanıcıların 
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bilgilerini güvenli bir ortamda saklamalı, kullanıcılar da gizlilik prensiplerinin 
uygulandığından emin olmalıdırlar (Demirel, 2006: 101).  
 
2. 5. 4. 1. Bilgi Güvenliği  
E-Devlet oluşumunda bilgi güvenliği vazgeçilmez ve önceliği çok yüksek 
uygulamalardan biridir. Bilgi güvenliği konusunda en belirgin ve yaygın uygulama 
elektronik imza ve sayısal imza konularındadır (Demirel, 2006: 98). 
• Elektronik İmza  
E-Devlet oluşumunun en önemli ayaklarından birisi elektronik imzadır. 
Elektronik imza bir anlamda elektronik noter oluşumunun da temelini 
oluşturmaktadır (DPT, 2005: 27).  
5070 sayılı Elektronik İmza Kanunu’nda yer alan şekliyle elektronik imza; 
başka bir elektronik veriye eklenen veya elektronik veriyle mantıksal bağlantısı 
bulunan ve kimlik doğrulama amacıyla kullanılan elektronik veriyi tanımlamaktadır.  
Elektronik  imza; bir  bilginin  üçüncü  tarafların  erişimine  kapalı  bir 
ortamda,  bütünlüğü  bozulmadan  (bilgiyi  ileten  tarafın  oluşturduğu orijinal 
haliyle) ve tarafların kimlikleri doğrulanarak iletildiğini elektronik veya benzeri 
araçlarla garanti eden harf, karakter veya sembollerden oluşmaktadır (TPE, 2010). 
• Sayısal İmza  
Elektronik imzanın özel bir çeşidi olup bir anahtar çifti (açık ve kapalı 
anahtarlar) ile elektronik ortamda iletilen veriye vurulan bir mühürdür. Sayısal 
imzalar doğrulanabilirler fakat inkâr edilemezler (DPT, 2005: 27).  
Sayısal imza, imzalanan metine göre farklılık gösterir ve içeriğin 
matematiksel fonksiyonlardan geçirilerek eşsiz olduğu düşünülen bir değer 
bulunması sureti ile elde edilmektedir. Yani kişilerin, elle atılan imzada olduğu 
şekilde tek imzası yoktur; bunun yerine imzalamada bir çeşit anahtarlar 




• Kriptografik İşlemler 
 Bilginin gizliliğinin ve bütünlüğünün korunması için kullanılan temel 
güvenlik önlemleridir. Bu işlemlerle ayrıca, kimlik doğrulama ve aslını inkâr 
edememe prensipleri de başarıyla uygulanmaktadır (DPT, 2005: 28). 
 
2. 5. 4. 2. E-Devlet Uygulamalarında Güvenlik  
Devlet-vatandaş ilişkisinde tarafların birbirine güvenmesi ilişkileri 
kolaylaştıran ve zenginleştiren olmazsa olmaz bir öğedir. Bu bağlamda, vatandaşın 
devlete güvenmediği bir ortamda sanal bilgi ve hizmetlerin kök salamayacağı 
kolayca öngörülebilmektedir (Yıldız, 2003: 315’den Demirel, 2006: 98). Devletin, 
vatandaşların kişisel bilgilerini toplama amacı dışında kullanmaması ve bu bilgilerin 
gizliliğini korumaya dikkat etmesi de insanlar e-Devlet’e kuşkuyla bakmasın 
açısından gerekli ve önemlidir (Bartın, 2002: 2’den Demirel, 2006: 98). Bu nedenle 
e-Devlet uygulamalarında vatandaşların özlük bilgilerinden ve yapılan işlemlerin 
güvenli olması en önemli unsurdur.  
İyi bir güvenlik sisteminin, bu alanda oluşturulmuş sağlam ve denenmiş bir 
güvenlik politikası ile başlaması, oluşturulan e-Devlet uygulamalarındaki her nesne 
veya sayfanın bu güvenlik çemberi ile korunması gerekmektedir.  
Güvenlik için en önemli anahtar güvenliği anlamaktır. Güvenlik alanında 
mevcut seçenekleri ve önlemleri belirlemekse sonraki adımdır (Demirel, 2006: 98). 
 
 2. 5. 5. Hizmet Altyapısını Oluşturmak  
Servis mekanizmasını oluşturmak, sistem bileşenlerinin bir arada çalışma 
prensiplerini belirlemeyi gerektirmektedir. Bilgiye ulaşma, saklama, paylaşma 
prensipleri servis mekanizması tarafından belirlenir. E-Devlet’te tüm birimler 
arasında etkin bir veri paylaşım sistemi oluşturulmalı ve içerik meydana 
getirilmelidir.  
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E-Devlet’e geçişte performans değerlendirmesi yapabilmek için kritik başarı 
faktörlerinin belirlenmesi gerekmektedir. Kullanıcıların en verimli şekilde hizmet 
alabileceği teknolojiler belirlenmeli ve gerekli altyapı oluşturulmalıdır.  
 E-Devlet’e giden yolda kaydedilen aşamalar şu şekilde sınıflandırılmaktadır. 
(Leigh, Atkinson, 2001: 6-7’den Demirel, 2006: 86-87):  
 1. Aşama: İnternet’in Bilgi Paylaşımı Amacıyla Kullanılması (1993-1998)  
 Kamu kurumlarına ait web siteleri, İnternet’in ilk ortaya çıkışından 1990’lı 
yılların sonuna kadar tamamen kullanıcılara bilgi sunulması amacına hizmet etmiştir. 
Bu aşamada interaktif bir hizmet sunulması söz konusu değildir. 
 2. Aşama: Online (Çevrimiçi) Olarak İşlem Yapılması ve Hizmet 
Sunulması  
 Kamu web siteleri 1990’lı yılların sonundan itibaren bilgi sağlayıcı modelden 
işlemsel modele doğru geçiş yapmaya başlamışlardır. Devletler, artan bir şekilde 
vatandaşların online (çevrimiçi) olarak tanımlayacakları bir sisteme doğru yol 
almaktadırlar.  
 3. Aşama: Web Sitelerinin Bütünleşmesi (2001-?)  
 Müşteri odaklı ve e-Devlet, kamu kurumları itibariyle ayrı ayrı tasarlanmış 
web siteleri ve bilgisayar sistemlerinden vatandaşların ihtiyaçlarına odaklanmış tek 
bir siteye geçişi gerektirmektedir. Bunu gerçekleştirmek ise, devletin sadece aynı 
hukuki statüye sahip organları arasında değil, aynı zamanda devletin değişik 
katmanları (merkezi-mahalli) arasında ve bunlarla da özel sektör arasında işbirliği 
yapılmasını gerektirmektedir.  
 Bu şekilde, tamamen bütünleştirilmiş kamu web sayfalarının 
oluşturulabilmesi için yetkililerin, devletin mevcut klâsik örgüt yapısının mevcut 
olmadığını varsaymaları gerekmektedir. 
 
 2. 5. 6. E-Devlet’in Finansmanı  
E-Devlet’e geçişte ve sonrasında bilgi işlem harcamalarının süreklilik arz 
etmesi gerekmektedir. Yeni teknolojik gelişmeleri projeye uyarlayabilmek, projenin 
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ayakta kalabilmesi için gereklidir. Günümüzde bilgi teknolojisinde değişim sıklığı 3 
ay gibi kısa bir süreye inmiştir. Bilgisayar teknolojilerinin ekonomik ömrü 3 yıla, 
teknolojik ömrü 1 yıla inmiştir. 
 Bu yüzden e-Devlet’te sürekli ve anında yatırım yapılabilmesi için finansal 
kaynaklara ihtiyaç vardır. Bu yatırımları sadece bilgi işlem yatırımları olarak görmek 
yanlıştır. Kurumdaki tüm birimleri ilgilendiren bu yatırımlara bütünsel bir yaklaşım 
gerekmektedir. E-Devlet’in işletiminden sorumlu vasıflı teknik eleman istihdamı için 
de bu gereklidir. Bu nedenle finansman sorununu çözmek için klasik bütçeleme 
usullerinin yanı sıra yeni modeller oluşturulmalıdır. E-Devlet’e geçişte bu tip fırsatlar 
ortaya çıkmaktadır. Maliyet ve kazançların paylaşılmasıyla “win-win” durumu 
gerçekleşebilecektir. 
 Finansman sorununu çözücü birkaç yaklaşım sıralanabilir. Bunlar; 
• Reklamlar; E-Devlet servislerinin sunulduğu ortamlara alınacak ticari 
reklamlarla gelir elde edilebilir. 
• Üyelik Ücreti; Servisleri kullanmak isteyen kullanıcılardan üyelik sistemiyle 
belirli bir ücret alınabilir ve bunun karşılığında çeşitli konularda kişiye/kuruma özel 
katma değerli hizmetler sağlanabilir. 
• Kullanım Ücreti; Kamu hizmetlerini çevrimiçi alanlardan yaptıkları işlem 
başına belirli bir ücret talep edilebilir. Kullanıcılar çevrimiçi işlem yapmanın 
rahatlığını yaşarken, devlet buradan gelir elde edebilir. 
• Yap-İşlet Modeli; Yazılım, danışmanlık ve diğer servis hizmetleri üzerinden 
ücret elde ederek yaptıkları yatırımın geri dönüşünü sağlayabilir ve diğer birimlere 






2. 6. TÜRKİYE’DE E-DEVLET UYGULAMASINI ETKİLEYEN 
FAKTÖRLER 
  Devlet Planlama Teşkilatı (DPT) Bilgi Toplumu Dairesi tarafından 2010 
yılında ikincisi yayımlanan Bilgi Toplumu İstatistikleri yayını Türkiye’nin bilgi 
toplumuna dönüşüm sürecindeki durumunu ortaya koymayı amaçlamaktadır. Yayın, 
Türkiye İstatistik Kurumu (TÜİK) ve diğer kurumlar tarafından, Bilgi Toplumu 
Stratejisi kapsamında belirlenmiş 117 adet gösterge bazında üretilen ve yine TÜİK 
tarafından konsolide edilerek DPT’ye iletilen 2009 yılı ve öncesine ait verilerin 
analizini kapsamaktadır. “Bilgi Toplumu İstatistikleri 2010” yayınında olmamakla 
birlikte, TÜİK tarafından Ağustos ayında yayımlanan 2010 Hane halkı Bilişim 
Teknolojileri Kullanım Anketinin sonuçları da dikkate alındığında, bilgi toplumuna 
dönüşümde öne çıkan hususları aşağıdaki şekilde özetlemek mümkün: 
16-74 yaş grubunda, 2002 yılında %5,4 olan son üç ay içinde internet 
kullanım oranı 2010 yılında %37,6’ya ulaşmıştır. Son bir yıl içinde herhangi bir 
dönemdeki internet kullanım oranı 2009 yılında %38,1 iken 2010 yılında bu oran 
%41,6 olarak gerçekleşmiştir. Özellikle Avrupa Birliği (AB) tarafından izlenen ve 
“her gün veya haftada en az bir defa internet kullandığını beyan edenlerin oranı” olan 
düzenli internet kullanım oranı ülkemizde %33,3’tür. Toplumun farklı kesimlerinde 
internet kullanım oranları değişiklik göstermeye devam etmektedir. 
Şekil 6: Düzenli İnternet Kullanım Oranı  
 




İnternet kullanım amaçları arasında yıllar itibarıyla ilk sıraları mesajlaşma, 
sohbet, gazete ya da dergi okuma, müzik, film vb. indirme alırken, e-Ticaret, 
çevrimiçi bankacılık ve e-Devlet hizmetlerinden faydalanma konuları geride 
kalmaktadır. 
Evde bilgisayar ve internet sahipliği oranı artış göstermeye devam etmektedir. 
2004 yılında hanelerde internet erişimi %7 iken, bu oran özellikle 2006 sonrası 
büyük aşama kaydederek 2010 itibarıyla %41,6’a ulaşmıştır. 2009 yılında hanelerin 
%26,2’si genişbant erişime sahip iken, 2010 yılında bu oran %33,7’ye ulaşmış 
durumdadır. 
Şekil 7: Hanelerde Genişbant İnternet Sahipliği 
 
Kaynak: DPT Müsteşarlığı, Bilgi Toplumu İstatistikleri 2010, Haziran 2010, 
(http://www.bilgitoplumu.gov.tr/Documents/1/Yayinlar/BilgiToplumuIstatistikleri2010_OzetDegerl.pdf)  
 
Türkiye’de bireylerin internet kullanımı ve teknolojiye erişimleri artış 
gösterirken bu konuda AB ülkeleri ile fark ise devam etmektedir. 2009 yılında 
Türkiye’de düzenli internet kullanım oranı %30 iken AB-25 ve AB-27 değerleri 
sırasıyla %62 ve %60’tır. Benzer şekilde, 2009 yılı için, hanelerde genişbant internet 
sahipliğinde Türkiye’de oran %26,2 iken AB-25 ve AB-27’de %58 ve %56 olmuştur. 
AB için önemli bir kıstas olan düzenli internet kullanımına bakıldığında, 2009 
yılında Türkiye için % 30 olan bu değer Norveç için %88, İspanya için %54, İtalya 
için %42, Yunanistan için %38 ve Romanya için %31 olarak belirlenmiştir. 
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Seçilmiş sektörlerde 10 ve daha fazla çalışanı olan girişimlerin 2005 yılında 
%87,8’i, 2009 yılında ise %90,7’si bilgisayar kullanmakta olup aynı dönemde 
interneti olan girişimlerin oranı %80,4’ten %88,8’e yükselmiştir. 
Girişimlerde haftada en az bir kez internet kullanan çalışanların oranı 
%26’dır. Bu oran 2007-2009 döneminde 10-49 kişi çalıştıran girişimlerde diğer 
gruplara göre daha yüksek gerçekleşmiştir. 
Şekil 8: Girişimlerde Haftada En Az Bir Kez İnternet Kullanan 
Çalışanların Oranı 
 
Kaynak: DPT Müsteşarlığı, Bilgi Toplumu İstatistikleri 2010, Haziran 2010, 
(http://www.bilgitoplumu.gov.tr/Documents/1/Yayinlar/BilgiToplumuIstatistikleri2010_OzetDegerl.pdf)  
 
2009 yılında girişimlerin interneti kullanma amaçları arasında ilk sırada 
%76,3 ile bankacılık ve finansal hizmetler gelmektedir. 
Girişimlerin internet üzerinden sunduğu hizmetler arasında yıllar itibarıyla ilk 
sırada ürün katalogları ve fiyat listelerinin sunumu yer almakta olup 2009 yılı için bu 
hizmetin sunum oranı %77,9 olarak gerçekleşmiştir. 
Türkiye’de girişimlerin internet erişimlerinde AB ülkeleri ile önemli bir 
yakınsama eğilimi görülmektedir. 2009 yılında Türkiye’de genişbant internet 
erişimine sahip işletmelerin oranı %84 iken AB-25 ve AB-27 ortalamaları sırasıyla 
%85 ve %83 olarak gerçekleşmiştir. Bu oran 2009 yılında Danimarka’da %80, 
Fransa’da %93, Bulgaristan’da %70 ve Romanya’da %41’dir. 
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Bireylerin ve girişimlerin kamuyla işlemlerinde interneti kullanma oranları 
yıllar itibarıyla önemli ölçüde değişim göstermemektedir. Ancak, bireylere nazaran 
işletmeler kamu ile elektronik ortamda daha yoğun bir iletişim içerisindedir. 2010 
yılında bireylerin kamu ile iletişimde interneti kullanım oranı %27,2’dir. 2008 
yılında girişimlerin kamu ile iletişimde interneti kullanım oranı ise %68,4’tür. 
Şekil 9: Hane halkı ve Girişimlerde Kamu ile İletişimde İnternet 
Kullanım Oranları 
 
Kaynak: DPT Müsteşarlığı, Bilgi Toplumu İstatistikleri 2010, Haziran 2010, 
(http://www.bilgitoplumu.gov.tr/Documents/1/Yayinlar/BilgiToplumuIstatistikleri2010_OzetDegerl.pdf)  
 
Hem bireyler hem de girişimler için internet kullanım amaçları arasında ilk 
sırada bilgi edinme yer almaktadır. 2009 yılında bireyler, 2008 yılında ise girişimler 
tarafından e-Devlet hizmetlerini kullanmama nedenleri arasında ilk sırada sırasıyla 
%64,4 ve %73,8 oranlarıyla “yüz yüze görüşmenin tercih edilmesi” yer almaktadır. 
2010 yılı anketinde ise bireyler, e-Devlet hizmetlerini kullanmama nedeni olarak 
%78,1 oranla “ihtiyaç duymadıklarını” ilk sırada belirtmektedir. 
Engellilere erişim imkânı sağlayan kamu internet sitelerinin oranı 2009 
yılında %2,6’da kalmıştır. 
Kamu hizmetlerinde elektronik kanallardan gerçekleşen işlemlerin oranı 2009 
yılında % 66,2’dir. Diğer taraftan aynı yıl e-Devlet kapısına entegre olmuş 
hizmetlerin sayısı 139’a, e-Devlet kapısı ziyaretçi sayısı ise 571.113’e ulaşmıştır. 
2009 yılında bütçe içinde ve zamanında tamamlanan BİT projeleri oranı 
%24,2’dir. 
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2009 yılında Bilgi ve İletişim Teknolojileri (BİT) sektörü pazar büyüklüğü 
22,20 milyar ABD Doları olarak gerçekleşmiştir. Pazar içinde iletişim ve bilgi 
teknolojileri alt sektörlerinin büyüklükleri ise sırasıyla 15,54 ve 6,66 milyar ABD 
Doları’dır. 
2009 yılında iletişim sektörü %9,03 küçülürken, donanım pazarında yaşanan 
%15,25’lik büyümenin etkisiyle bilgi teknolojileri pazarı %11,74 büyümüştür. 2008 
yılında %0,51 olan bilgi teknolojileri pazar büyümesinde en büyük pay %12,5 ile 
hizmetler alt sektörüne aittir. 
2009 yılında bilgi teknolojileri ve iletişim sektörlerinin Gayri Safi Yurt İçi 
Hasıla (GSYH) içindeki payı sırasıyla %1,08 ve %2,53’tür. 
2009 yılında BİT donanım sektörü ihracatı %27, ithalatı ise %12,1 oranında 
küçülmüş; donanım sektöründe ihracatın ithalatı karşılama oranı ise %10,6 
seviyesine gerilemiştir.  
2003 yılında BİT sektörü genelinde 145.227 kişi istihdam edilirken, 2006 
yılında 160.644’e ulaşılmıştır. Sektörde son dönemde artan Ar-Ge çalışanlarının 
oranı ise 2006 yılında %5,2’dir. 
Sabit telefon abone yoğunluğu 2002-2009 döneminde %27’den %22,8’e 
gerilemiştir. Cep telefonu abone yoğunluğunda 2008 yılında %92,1’e ulaşılmış, 
ancak numara taşınabilirliği uygulamasının gelişmesi ve tarifelerde yaşanan 
gelişmelerden dolayı 2009 yılı sonunda bu oran %86,6’ya gerilemiştir. Genişbant 













Şekil 10: Sabit Telefon, Mobil telefon ve Genişbant Abone Yoğunluğu 
 




2009 yılı sonu itibarıyla AB-27 ülkelerinde sabit genişbant penetrasyonu 
%24,8’dir. AB-27 içinde en düşük orana Bulgaristan (%13), en yüksek orana ise 
Danimarka (%37,8) sahiptir. Bu oranlar ülkemiz için ifade edilen, sabit ve mobil 
genişbant erişimi içeren %9,4 ile karşılaştırıldığında ise yüksek kalmaktadır. 
Sabit telefon abone sayısındaki azalmaya paralel olarak bu hizmetlerden elde 
edilen gelir 2006-2009 döneminde %17,5 azalırken, aynı dönemde mobil telefon 











Şekil 11 : Telekomünikasyon Sektörü Alt Pazar Büyüklükleri 
 
Kaynak: DPT Müsteşarlığı, Bilgi Toplumu İstatistikleri 2010, Haziran 2010, 
(http://www.bilgitoplumu.gov.tr/Documents/1/Yayinlar/BilgiToplumuIstatistikleri2010_OzetDegerl.pdf)  
 
Özellikle şehirlerarası ve milletlerarası aramalarda artan rekabet ve mobil 
hizmetlerin ikame etkisiyle sabit telefon hizmetlerine ilişkin tarife sepetlerinde 2009 
yılında kayda değer bir düşüş yaşanırken, mobil hizmetlere ilişkin sepetin fiyatı 
2008-2009 yıllarında sabit kalmıştır. 
Elektronik haberleşme sektöründeki rekabet seviyesini inceleyen ve Avrupa 
Rekabetçi Telekomünikasyon Birliği (ECTA) tarafından yapılan “Düzenleyici 
Karne” çalışmasına göre Türkiye 2009 yılında 22 ülke içinde 19. sırada yer 
almaktadır. 
2008 yılında Ar-Ge harcamalarının GSYH içindeki payı %0,73, özel sektör 
Ar-Ge harcamaları içinde BİT Ar-Ge harcamalarının payı ise %27,1 olarak 
gerçekleşmiştir. 
2009 yılı itibarıyla ülkemizde milyon kişi başına düşen patent sayısı 4,7’dir. 
Ülkelerin yenilikçilik düzeylerini belirleyen önemli bir unsur olan “insan 
kaynağı”na ilişkin olarak gençlik eğitim düzeyi ile 100 kişi başına düşen 25-64 yaş 
arası üniversite mezunu sayısı yıllar itibarıyla gelişme göstermektedir.(DPT,2010) 
Mevcut bilgiler ışığında bilgi toplumuna giden yolda Türkiye’yi 
değerlendirecek olursak; Türkiye, bu yolda daha tam anlamıyla bireylerini 
(vatandaşlarını) bilişim teknolojileri ile donatamamış, kamu kurum ve kuruluşlarında 
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sunulan hizmetlerin kalitesini arttırmak amacıyla insan faktörünü iyileştirmek için 
eğitmemiş, idari açıdan bu sürece liderlik edebilecek yöneticiler yetiştirememiştir, 
vatandaşın kamuda gerçekleştireceği işlemlerde nasıl bir yol izleyeceğini tam olarak 
açıklayamamış, e-Devlet sistemini tam olarak uygulamaya geçirememiş, e-imza 
kavramını vatandaşa tanımlayamamış ve kullandıramamıştır. Bu konuda geç kalmış 
olduğunu söyleyebiliriz. Bu açıdan Türkiye’nin bilgi toplumu olması yolunda 
önünde önemli engeller yer almaktadır. Bilgi toplumunun bilgi ve insan odaklı bir 
toplum olması hesabıyla bilgiyi üretebilecek ve kullanabilecek insan gücüne ihtiyaç 
duymaktadır (Yener, 2003). Bu açıdan devletin değişime ayak uydurabilmesi için 
öncelikle bireylerin gelişmeleri, en azından “bilgisayar okur-yazarlığı” olarak 
tanımladığımız yeteneğe sahip olmaları gerekmektedir.  
 Bilgi çağını yakalama arzusunda olan, Türkiye gibi ülkeler için hızlı karar 
alma süreçleri, siyasal istikrar ve gerektiğinde risk alabilen liderlerin mevcudiyeti 
çok önem arz etmektedir ve bu nedenle liderlik edebilecek bilişim kültürüne sahip 
bireyler yetiştirilmelidir. Türkiye’de İnternet kullanımının yaygın olmaması, 
evlerdeki kişisel bilgisayar sayısının azlığı, işletmelerin sınırlı miktardaki bilgisayar 
kullanımı en önemli engel olarak önümüzdedir. Türkiye genelinde bir seferberlik 
başlatılarak her bir evin, işletmenin ve kurumun bilgi ve iletişim teknolojileri ile 
donatılması ve bireylerin temel anlamda bilgisayar okur-yazarlığının önündeki 
engeller kaldırılarak e-Türkiye olma yolunda her bir kamu kurumuna, her bir 
işletmeye ve her bir bireye bir vizyon belirlenmelidir. e-Türkiye yolunda öncelikle 
Türkiye’de yer alan bireylerin her birinin e-birey olabilmesi için gerekli altyapı ve 
çalışmaların yapılması gerekmektedir. Bu bakımdan e-Devlet’e giden yol e-
kurumlardan,  bu kurumlarda görev alan e-memurlardan, e-Ticaret ile sanal âleme 







SONUÇ, DEĞERLENDİRME VE ÖNERİLER 
 
 1980’lerden sonra devletin özel kesimdeki bir işletme mantığıyla yönetilmesi, 
devlet yönetiminde kalitenin sağlanması, devletin hizmet sunumunda özel sektör ve 
sivil toplum örgütlerini de dikkate almasının gerekliliği, kamu yönetiminde verimli 
işletilemeyen ve kamusal vergi yükünün artırılmasına, devletin daha çok kamusal 
harcama yapmasına neden olan işletmelerin özel kesime satılması yönündeki 
özelleştirme politikaları geleneksel anlamda kamu yönetiminin artık yeniçağda 
kendine yer edinemeyeceği, yeni bir kamu yönetimi anlayışıyla beraber devleti daha 
etkin ve etkili kılmanın gerekliliğine işaret etmektedir.  
 1990’dan itibaren küreselleşme akımının etkisiyle oluşan tek kutuplu dünya 
düzeninde devletlerin etkinliğini sağlayan üretim faktörü de değişmiş, bilgi temelli 
bilgiyi işleyen, üreten, dönüştüren, kamusal taleplere daha hızlı cevap verme 
yeteneğiyle donatılmış bir devlet yapılanmasına ihtiyaç duyulmaya başlanmıştır. Bu 
yeni devlet yapısı bilgi toplumu üzerinde inşa edilen, bilişim ve enformasyon 
teknikleriyle güçlendirilmiş ve elektronik uygulamalarla hızlandırılmış e-Devlet 
şeklinde karşımıza çıkmaktadır. 
 E-Devlet, vatandaşlara daha kaliteli, hızlı, ekonomik ve daha iyi hizmet 
sunmak üzere düşünülen kamusal hizmet sunumunda devleti katlanmak zorunda 
kaldığı ek maliyetlerden kurtaran ve daha az maliyetle daha çok iş yapabilir hale 
getiren bir devlet modelini tanımlamaktadır.  
 E-Devlet’in kamu sektöründe uygulanması, devletin kamu hizmetlerinde 
haftanın 7 günü ve günün 24 saatinde aralıksız vatandaşına hizmet götürmesini 
sağlayacak, bürokrasiden kaynaklanan aşırı kırtasiyecilik ve bürokratik işlem 
maliyetlerini azaltacak, devletin hızını artıracak, aynı zamanda kamu yönetiminde 
şeffaf uygulamalarla yeni kamu yönetiminin anlamlandırdığı hesap verme 
sorumluluğunun hayata geçmesi ile her şey halkın gözünün önünde cereyan 
edeceğinden hizmetlerde eşitlik ve standart sağlayarak, vatandaşın siyasal hayata 
katılımını artıracaktır. Tüm bu etkenler devlet yönetiminde top yekûn bir etkinliğin 
oluşumuna zemin hazırlayacaktır. E-Devlet, bilgi toplumu temelinde bir devlet 
yapılanması olduğundan, devlet yönetiminde etkinliği sağlaması da her şeyden önce 
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birtakım koşullara bağlıdır. Bu koşullardan ilki, ülkenin telekomünikasyon 
altyapısıdır. Telekomünikasyon altyapısını geniş banda dayalı hale getirmeyen, 
geliştiremeyen bir devlet e-Devlet olamamaktadır. Yasal ve düzenleyici bir ortamın 
olması e-Devlet’le ilgili siber yasaların (e-İmza, Bilgi Edinme Hakkı Kanunu, Siber 
Suçlar gibi) çıkarılması, e-Hizmet sunumunun devlet tarafından finanse edilmesi, 
kamusal organizasyonların son model bilişim teknolojileri ile donatılması 
gerekmektedir. 
 Bilgi ve iletişim teknolojileri, e-Devlet sürecinde işlemlerin elektronik ortama 
taşınmasında aslında sadece bir araçtır. Bu noktada temel hedef bilgi işleme 
kapasitesi yüksek, acil karar alabilen ve ihtiyaçlara hızla cevap verebilen devlet 
yapısının oluşturulmasıdır. Bu hedefin gerekleşmesi için öncelikle idari yapının 
değişime uğraması ve kamu kuruluşlarında sunulan hizmetin kalitesinin artması için 
burada çalışan bireylerin yeni devlet yapısında görev alabilecek hale getirilebilmesi 
için bilişim teknolojileri ile donatılarak eğitilmesi gerekmektedir. Bunun yanında 
sistemin kullanıcı ve müşterisi rolündeki vatandaşların ise başlatılacak bir 
seferberlikle bilgisayar okur-yazarlığı arttırılmalı, bilinçlendirilerek sisteme güven 
duymaları sağlanmalı ve gerekli araç ve gereçleri alabilmeleri için 
desteklenmelidirler. Böylece bireylerin toplumsal süreçlerde katılımcılığının artması, 
daha hızlı işleyen bir demokratik yapının oluşturulması ve sürdürülmesi 
sağlanacaktır. Yerel ve ulusal içerikli kararlara katılan birey, sorunların hızlı ve kolay 
bir biçimde çözülmesinde etkin rol oynamaktadır. Katılımcının demokrasiye girişinin 
en basit yolu ise bireyi İnternet ortamına taşımaktır.  
 E-Devlet uygulamalarını gerçekleştirmek için uzun zaman, yüksek teknoloji, 
nitelikli personel ve özellikle bu uygulamaları kullanabilecek seviyede bilgisayar 
okuryazarlığı olan kişilere ihtiyaç duyulmaktadır. Bu sebeplerden dolayı e-Devlet 
uygulamalarının gereken kurum ve kuruluşlar için iyi planlanması ve fizibilitesinin 
iyi hazırlanması gerekir, aksi takdirde başarısızlığa uğrama riski artmaktadır. 
 Singapur (One-Stop Citizen Service) projesi e-Devlet yapılanması açısından 
çok güzel bir örnektir. Singapur hükümeti e-Devlet’e geçişi hızlandırmak ve 
bürokrasiyi ortadan kaldırmak için vatandaşlarını teşvik etmek amacıyla gelir düzeyi 
düşük olanlara uygun fiyatlı bilgisayar alma imkânı sunarken, yaşlılara da ücretsiz 
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eğitim vermektedir. Çocuklar için ise ilkokul seviyesinden itibaren yetiştirerek 
bilişim teknolojileri ile donatılmasını hedeflemektedir. Singapur ONE projesi ile 
yetkililer çok iyi bir noktaya değinerek bireylerdeki değişimin bir gecede 
gerçekleşmeyeceğini belirterek; elektronik dönüşümün yanında zihinsel dönüşüm 
içinde alt yapı oluşturmuşlardır (İnce, 2001: 15 ve 55-58). 
 Elektronik devlet uygulaması fikri, her şeyden önce vatandaşlara daha iyi 
hizmet vermek üzere düşünülmüştür. Ancak bu fikrin gerçekleşmesi, birçok faktörün 
etkisi altındaki unsurların ve girişimlerin başarıyla hayata geçirilmesi ile mümkün 
olabilecektir. Bu unsurların başında lider inisiyatifi gelmektedir. Her şeyden önce 
elektronik devlet fikrinin lider kişi ve kurumlar (ya da kurullar) tarafından 
benimsenmesi gerekmektedir. Bunun temel nedenleri, elektronik devlet yapısının 
tasarımının, kurulmasının ve işletilmesinin yüksek maliyet ve belirli bir risk faktörü 
içermesidir. Ayrıca, elektronik devlet yapısına geçiş, kamu yönetimi sisteminde ve 
vatandaşa bakış açısında belirgin bir anlayış farkını ve değişimi zorunlu kılmaktadır. 
Bu tür değişimlerin ve zorunlulukların, ancak üst düzey karar vericiler tarafından 
alınacak kararlarla başlatılabileceği açıktır. 
 Bireylerin gelişiminin öneminden sonra e-Devlet’e geçiş sürecinde kamuyu 
ele alınacak olursa; öncelikle ülkenin beyni konumlarındaki üniversitelerde yer alan 
akademisyen, araştırmacı ve öğrencilerin çalışmalarında etkin bir şekilde İnternet’i 
kullanmaları için gerekli alt yapının oluşturulması ve bu teknolojiyi etkin olarak 
kullanamayanlara gerekli eğitimlerin verilmesi için hizmet birimlerinin oluşturulması 
gerekmektedir. Diğer kamu kuruluşları için, bu kurumlarda yer alan bürokrat, 
yönetici ve çalışanlara yönelik bilişim kültürüne adapte edecek eğitim programları 
uygulanmalıdır. Çünkü bu konuda yeterli bilgi potansiyeline sahip olmayan bürokrat, 
yönetici, idareci ve çalışanlar konu ile ilgisiz kalmakta, zaman zaman aktif ya da 
pasif direniş göstererek sistemi tıkamaktadırlar. 
 Bu açıdan ele alındığında kamuyu modernize etme yolunda iki anahtar unsur 
söz konusudur. Bunlar; güçlü ve açık liderlik ile bilişim teknolojilerinin stratejik 
kullanılmasıdır. Değindiğimiz konulardan da anlaşıldığı üzere, Türkiye’nin bilgi 
toplumu haline gelmesi ile birlikte diğer sorunlarını da aşması, yeniden yapılanması, 
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gelişip kalkınması ve bilgiyi üreten, etkin kullanan bir ülke olması çok daha kolay 
olacaktır. 
 Bu çalışmada, kamu yönetimi sisteminin az maliyetle ve daha iyi çalışması 
için son dönemde geliştirilmeye başlanan bir yaklaşım tanıtılmıştır. Sanal devlet, e-
Devlet, sayısal (dijital) devlet gibi ifadelerle de anılan elektronik devlet yaklaşımının 
ortaya çıkışı tesadüfî değildir. Bir yandan, yukarıda bahsedilen iyileştirme 
çalışmaları çeşitli ülkelerde sürdürülürken, diğer taraftan özellikle geçtiğimiz 10-15 
yıl içerisinde bilgi ve iletişim teknolojileri yaşamın her alanını hissedilir ölçüde 
etkilemeye başlamıştır. Söz konusu teknolojilerin, hantallaşmış, gereğinden fazla 
büyümüş, yüksek maliyetle daha az iş yapabilir hale gelmiş olan kamu yönetiminin 
iyileştirilmesi çabalarına iyi bir çare olduğunun keşfedilmesi de fazla uzun 
sürmemiştir. Özellikle 1990’lı yılların başından itibaren, bilgi ve iletişim 
teknolojilerinin geniş ve her geçen gün gelişen olanaklarının kamu hizmetlerinin 
sunumunda bir araç olarak nasıl kullanılacağı hususu önem kazanmaya başlamıştır. 
Daha da önemlisi, elektronik devlet yaklaşımı, ciddi, kabul edilebilir ve 
gerçekleştirilebilir bir fikir olarak görülmeye başlanmıştır (İnce, 2001: 104). 
 Günümüzde tam anlamıyla otomatikleşmiş gibi görülen işlemler bile, çeşitli 
safhalarda insan çabasına, kavrayışına ya da yorumuna ihtiyaç duymaktadır. 
Değindiğimiz konulardan da anlaşıldığı üzere, Türkiye’nin bilgi toplumu haline 
gelmesi ile birlikte diğer sorunlarını da aşması, yeniden yapılanması, gelişip 
kalkınması ve bilgiyi üreten, etkin kullanan bir ülke olması çok daha kolay olacaktır. 
İşlenecek verinin toplanması, işleme sürecinin tasarımı, çıktıların değerlendirilmesi 
ve nihayet karar aşamasında yorum ve karar süreci, en az bilginin kendisi kadar ve 
hatta bazı durumlarda bilginin kendisinden daha önemli olabilmektedir. Bir kaynakta 
şöyle denilmektedir: “Bilgi toplumlarında esas olan insandır. Eğitim ve öğretim 
yaklaşımlarımızı gerekli şekilde değiştiremezsek tünelin sonunda görülen ışık 
bize doğru yaklaşmakta olan bir trenin ışığı da olabilir.” (Valerie Sergerie, 
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