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はじめに
企業における相次ぐ個人情報漏洩を未然に防ぐためには､企業内の個人情報保護体制の確立とその
保護体制における個人情報保護管理の徹底が課題となる｡
ITの急速な社会経済への浸透により､情報とその活用が､国や企業の競争力に大きな影響を及ぼ
す情報化が進行している中､生活の利便性と引きかえに､個人情報は本人が認識していない状況で収
集､蓄積､加工され､同意のない利用も行われていると思われる｡
個人情報は､行政機関はもとより､多様な業種 ･業態で ｢顧客情報としての個人情報｣が保有され､
業務遂行のためにコンピュータネットワーク上で日常的に処理､利用されている｡
わが国では､｢個人情報保護に関する法律｣(以下 ｢個人情報保護法｣という｡)施行後､消費者は
自分の個人情報に対して非常に敏感になっていると思われ､その保護への取り組み方で企業に対する
評価が変わるようになった｡このような社会状況の中､故意過失にかかわらず企業の個人情報漏洩は
後を絶たず､企業は個人情報の正当な扱いをしなければ､過大なリスクを負うこととなる｡現在､企
業の情報システムにとっての大きな課題の一つが ｢個人情報保護｣であるo
企業が業務を遂行し､企業情報を社会に提案していくには､｢顧客情報としての個人情報｣は最優
先に保護すべき対象である｡ しかし､日常的に報道される情報漏洩に歯止めがかからない原因の根源
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は､情報提供者であり､情報利用者でもあり､情報管理者でもある個人情報を取り扱う従業員一人ひ
とりの意識にあると思われ､この意識を醸成するためには､従業員教育の継続が有効であり､企業内
に個人情報保護の重要性を浸透させ､定着させなければならない｡企業内では､ともすると利益を追
求する業務が優先し､こうした従業員教育は後回しになりがちで､情報漏洩が起こった後に企業の社
会的責任を反省し､改めて従業員教育に目を向けるといった状況も生じている｡
企業生命をも左右する情報漏洩を未然に防ぐために､ハード面での情報管理システムは構築できて
も､ソフト面での管理システムがうまく運用できなければ､企業の情報管理は常に不安定な状況とな
る｡ 国内のみならず､海外との経済交流においても､正しい情報管理をマネジメントすることは､企
業の基本的姿勢として確立しなければならない｡
本稿では､広い分野で日本と深い関わりを持ち､目覚しい経済発展途上にある中国との個人情報保
護法(中国においては草案)を比較し､今後も日本企業との情報交換が密になると思われる中国企業と
の交流において､個人情報保護に関する問題点と今後の課題について検証したい｡
1.中国における個人情報保護
(1)憲法による個人のプライバシー権保護
中国における個人情報保護法は草案の段階であり､施行に向けて検討を進めている状況である｡ 現
在､中国現行法での個人情報保護は以下のように規定されている1｡
憲法による個人のプライバシー権保護は､第38条において､｢中華人民共和国の公民の人格の尊厳
は侵されない｡いかなる方法であろうと､公民を侮辱､誹誇､誕告して陥れることを禁止する｡｣と
定めている｡本条は､個人情報の権利の直接の本源であると言うことができ､｢プライバシーの保護｣
という文言が明確に現れてはいないが､実質的に上述の権利の保護を通して､公民個人のプライバシー
は侵されない｡同じ道理で､憲法第39条2と第40条3も中国の個人情報の権利の直接的な憲法の拠り
所とみなすことができる｡ その他､憲法第41条4､第51粂 5と憲法修正案第24粂 6も､個人情報の権
利の憲法による間接的な保護についての拠り所とみなすことができる0
1 周藻草 『中華人民共和国 個人情報保護法 (専門家建議稿)及び立法研究報告』39頁 (法律出版社2006)
2 中華人民共和国の公民の住居は侵されない｡公民の住居に対する不法な捜査または侵入はこれを禁止する｡
3 中華人民共和国の公民の通信の自由および通信の秘密は､法律の保護を受ける｡国家の安全または刑事犯罪捜査の必要上､
公安機関または検察機関が法律の定める手続きに従って通信の検査を行なう場合を除き､いかなる組織または個人も､その
理由を問わず､公民の通信の自由および通信の秘密を侵してはならない｡
4 中華人民共和国の公民は,如何なる国家機関または公務貞に対しても､批判および意見を提出する権利を有し､いかなる
国家機関または公務月による違法行為 .職務怠慢に対しても､関係の国家機関に上申､告訴または告発する権利を有するO
ただし､事実を控造または歪曲して(誕告)陥害してはならない｡公民の上申､告訴または告発に対して､関係の国家機関は
事実を調査し､責任を持って処理しなければならない｡国家機関または公務員によって､超え民の権利を侵害され､損失を
受けた公民は､法律の規定に従い､賠償を受ける権利を有する｡
5 中華人民共和国の公民は､自由と権利を行使するにあたり､国家､社会および集団の利益ならびにその他の公民の合法的
な自由および権利を損なってはならない｡
6 公務月が違法に人民の自由又は権利を侵害したときは､法律によって懲戒を受けることを除いて､刑事および民事責任を
負わなければならない｡被害人民は､その受けた損害について法律の定めるところにより､国家に対して賠償を請求するこ
とができる
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(2)法律によるプライバシ 権ー保護 7
現在､中国の法律規定について概観すると､法律法規の中に ｢プライバシーの権利｣という文言は
見当たらず､更に ｢プライバシー｣ の語句が付いた法律や､｢個人情報保護｣を付記した法律法規も
ない｡中国におけるプライバシーの法律は､概ね次の三つの面に関連している｡
① 人格面でのプライバシー
『中華人民共和国民法通則』第101条は､｢公民および法人は名誉権を有し､公民の人格の尊厳は法律
の保護を受け､侮辱､誹斉などの手段で公民および法人の名誉を損害することを禁止する｡｣と定め
ており､この条文の規定は憲法第38条の民法領域での具体的体現である｡続いて最高人民法院 (日本
における最高裁判所に該当する)で可決された 『｢中華人民共和国民法通則｣の徹底実施に係る若干
の問題に関する意見 (試行)』8では更に次のように説明している｡
｢書面､口頭などの方法で､他人のプライバシーを公開したり､事実を控遺して他人の人格を傷つけ
たり､侮辱､誹藷などの手投で他人の名誉を傷つけることは､公民の名誉権を侵害する行為と認定さ
れなければならない｡｣また､最高人民法院審判委員会第579回会議では､特別に､法院 (裁判所)が
名誉権事件をいかに審理するかについて､最高人民法院 『名誉権事件の審理に係る若干の問題に関す
る解答』9を可決し､全国各クラスの法院が名誉権侵害によりもたらす賠償の額と範囲などについて
解答した｡
このほか､刑法第246条第1項は､｢暴力又はその他の方法で他人を侮辱あるいは事実を控遺して他
人を誹斉し､内容が重大である場合は､3年以下の有期懲役､拘留､監視または政治権利剥奪に処す
る｡｣と定めている｡加えて､婦女子が相対的に弱い地位にあることを考慮し､『中華人民共和国婦女
権益保護法』 (1992年)第39条において､｢婦女の名誉権と人格の尊厳は法律の保護を受ける｡侮辱､
誹藷､プライバシー公開などの手段で婦女の名誉と人格を侵害することを禁止する｡｣ と定め､『中華
人民共和国未成年者保護法』では､全ての未成年者の人格の尊厳を尊重し､その人格を侮辱してはな
らないと定めている｡
(む 個人情報面のプライバシー
郵便物と電子メールのプライバシーにおいて､『中華人民共和国刑法』第252条は､｢他人の信書を
隠匿､破棄または不法に開封して､公民の通信の自由の権利を侵し､経緯が重大な場合は､1年以下
の懲役または拘留に処する｡｣と定め､『中華人民共和国郵政法』第4条では､｢通信の自由と通信の
7 周藻草 前掲注 1 39貫
8 最高人民法院は､1988年4月2日に公布した ｢中華人民共和国民法通則｣を貫徹 ･執行するための若干の問題に関する意
見(施行)で精神的損害に対する金銭賠償をはじめて認めた｡
9 最高人民法院は､1993年8月7日に公表した ｢名誉権事件を審理するための若干の問題の解答｣第10間の解答において､
｢公民､法人がその名誉権が侵害されたため賠償を求めた場合､加害者はその不法行為によりもたらされた財産損失を賠償
すべきである｡公民が精神的損害賠償をさらに求める場合､人民法院は加害者の過失の程度､不法行為の具体的内容被害者
に与えた精神的損害の効果等に基づき､その金額を掛酌できる｣と規定した｡このように､最高人民法院は､｢民法通則｣
第120条にいう ｢損失の賠償｣が財産的損害の鹿債と精神的損害の賠償を含んでいると明確に認めた｡
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秘密は､法律の保護を受ける｡ 国の安全または刑事犯罪捜査に必要で､公安機関､国の安全機関また
は検察機関が法律の定める手順に基づき通信を検査する場合を除き､いかなる組織または個人であろ
うと､その理由を問わず､他人の通信の自由と通信の秘密を侵してはならない｡｣と定めている｡
健康医療情報のプライバシーにおいては､1988年に､衛生部が公布した 『医療関係者医徳 (医者が
備えるべき品徳)規範および実施方法』の中で､医療関係者に､｢病人の医療秘密を守り､保護的医
療を実施し､病人のプライバシーと秘密は漏洩しない｣ように要求している｡
1999年5月1日に施行開始した 『中華人民共和国医師開業法』では､医師は治療中に得た健康情報
を公表してはならず､これに違反した者は､刑事責任を追及されなければならないと定めている｡し
かしそれにもかかわらず､病人情報の漏洩が度々発生しており､そのため衛生部と国の中医薬管理局
は､2002年に 『医療機関カルテ管理規定』を制定し､医療関係者以外は勝手に当該患者のカルテを調
べてはならないとしている｡
また､預金者情報のプライバシーにおいて､『中華人民共和国商業銀行法』第6条では､｢商業銀行
は､預金者の権利利益は､いかなる機関や団体からも侵害を受けないよう保障しなければならない｡｣
と定め､銀行の内部規則にも､顧客のプライバシーについて規定している.例えば 『中国工商銀行従
業員行為規則』では､従業員は ｢顧客の秘密を厳守し､顧客が提供した情報資料について､秘密を守
る義務があり､顧客の権利利益を守らなければならない｡また､顧客が提倶することに同意した情報
を除き､従業員は顧客情報を勝手に公表してはならない｡｣と定めている｡
その他､未成年者情報のプライバシーでは 『中華人民共和国未成年者保護法』第30条で ｢いかなる
組織や個人であろうと､未成年者個人のプライバシーを公表してはならない｡｣と定めており､さら
に第31条では､｢未成年者の信書は､いかなる組織や個人であろうと､隠匿､破棄してはならない｡
犯罪捜査に必要で､公安横関または人民検察院が法律の定めに基づく手順で捜査する場合､または行
為能力がない未成年者の信書を､その父母もしくはその後見人によって開封する場合を除き､いかな
る組織や個人であろうと開封してはならない｡｣と定めている｡
③ 個人の私生活に関するプライバシー10
個人の私生活に関するプライバシーには､中華人民共和国住民身分証､姫鱒､家庭面のプライバシー､
服役犯罪者のプライバシー保護等があり､楢案11(だんあん)､統計面に関するプライバシーは 『中
華人民共和国統計法』により定めている｡公民個人の楢案は､公民の私生活上で最も重大な個人情報
を記録しているため､厳格な法体制で､自分の楢案が不法に利用されないよう保護してほしいという
のが､公民すべての希望であろう｡ しかし､自分の楢案を照会するメカニズムに欠けているため､多
10 周喪章 前掲注 1 46頁
11 所属する職場 ･機関 ･団体の人事部門が保管する)個人の身上調書､行状記録O正式には ｢人事楢案｣という.(小学飴 ｢中
日辞典｣より)
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くの人が､出生してから死亡するまで自分の楢案を見ることがなく､このことでいくつか誤りがあっ
ても修正できないというのが実情である｡
このように､中国における個人情報保護の現状は､法律の規定がバラバラで無体系であり､保護範
囲も狭く､統一した執行メカニズムと機関が不足している｡
2.中国個人情報保護法草案 (中国では専門家建議稿)
中国個人情報保護法草案12は､全6章72条から構成13されており､第1章総則においては個人情報
の保護に関する目的と根拠を明確にし､第2章は､政府機関の個人情報処理における収集と利用の制
限､情報の訂正､利用停止および情報公開に関する規定を明記している｡ 第3章は政府機関以外の個
人情報取扱事業者における個人情報の処理についての登記､収集および利用の制限､情報主体の権利
について示し､第4章では､法律の実施保障と救済について､行政訴訟､苦情処理について規定して
いる｡また､第5章では政府機関および政府機関以外の個人情報取扱事業者が違法に個人情報の処理
を行った場合の法的責任を定め､第6章附則では､本法により具体的な実施細則を制定できるとして
いる｡
法律の適用範囲14については､統合分散結合方式で､政府機関と政府機関以外の個人情報取扱事業
者に平等に通用できる規定がある上に､草分けして双方に異なる義務を定めている｡その理由は､個
人情報保護の観点から見ると､政府機関であろうと政府機関以外の個人情報取扱事業者であろうと､
大量の個人情報を保有すれば､個人の権利利益を侵害し得るからである｡ 特に高度情報通信技術の発
展に伴い､大量の個人情報収集および処理が実現する環境においては､個人の権利利益を侵害する可
能性は大きくなるばかりである｡そのため､個人情報保護法は政府機関と政府機関以外の個人情報取
扱事業者に同時に適用でき､個人の権利利益の保護を強化しなければならないと考えている｡
この統合分散結合方式は､以下の要素を考慮している｡
(1)立法資源の有限性の観点から見て､中国の現段階は､個人情報保護についてのいくつかの法律
を別々に制定して､それぞれ異なる主体に適用させるのは大変難しい｡そのため､立法技術上の
原因で仝立法過程を引き伸ばすよりは､制度設計を行って出来るだけ早く個人情報保護法を施行
するほうが良い｡
(2) 統合分散結合方式は中国の現行行政法と民事法の救済メカニズムを有効的に利用し､法律の執
行問題を回避できる｡
12 国務院情報化弁公室が2003年に中国社会科学院に依頼したもので､中国社会科学院法学研究所の研究員で中国法学会情報
法学研究会 ･副会長の周湊華教授が率いる専門家チームが2年間をかけて完成したもの｡
13 周藻草 前掲注1 1-27頁
14 周藻草 前掲注1 52-53貫
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(3) 政府機関が保有している個人情報が多すぎて､不正確でさえあり､個人が知るすべがないとい
うことと同時に､政府機関以外の個人情報取扱事業者が個人情報を取り扱う上でもたらされる問
題も多い｡特に､多国籍企業が競争優位に立って不当な利益を得るといった事例も出始めている
ことから､政府機関に適用できるだけでなく､政府機関以外の個人情報取扱事業者にも適用でき
る法律を制定することは､多方面において有効である｡
(4) 他国に類似立法例 (例えばドイツ､台湾)があるため､これらを参考にし､検討する｡
(5) この立法モデルは順応性が高く､必要であれば､今後は統合分散結合の方式から完全に分かれ
た単独立法方式に移行し､異なる主体に対し､異なる法律を制定することも可能である｡
草案は､第1章総則において､基本原則並びに適用範囲､政府機関および政府機関以外の個人情報
取扱事業者に共に適用されることを定め､第2章と第3章は政府機関および政府機関以外の個人情報
取扱事業者の異なる法律の地位に合わせ､それぞれ相応する規定または行動規範を定めて遵守させよ
うとしている｡
3.個人情報保護法の日中比較
(1) 日中個人情報保護法の共通点
個人情報保護法の総則において､日本では個人情報の適正な取り扱いに関し､個人情報を取り扱う
事業者の遵守すべき義務等を定めることにより､個人情報の有用性に配意しつつ､個人の権利利益を
保護することを目的とし､中国(草案)においても､政府機関または政府機関以外の個人情報取扱事業
者が個人情報を処理することを規範し､個人情報に対しての秩序的な流れを促進することを目的とし
ている｡
日本の ｢個人情報取扱事業者｣は､個人情報データベース等を事業の用に供している者 (国の機関､
地方公共団体､独立行政法人､地方独立行政法人､取り扱う個人情報の量および利用方法からみて個
人の権利利益を害するおそれが少ないものとして政令で定める者を除く)であり､中国の個人情報保
護法 (草案)では ｢政府機関以外の個人情報取扱事業者｣として､政府機関以外の個人情報を処理す
る法人､民間組織と定めている｡ また､個人情報データベース(中国では個人情報文件)等の定義につ
いても両国同様であり､個人情報の取り扱いについても､適正な取り扱いのもと個人情報を保護しな
ければならないとしている｡
日本においては個人情報取扱事業者の義務等として､個人情報保護法第4章から第6章までを民間
部門を対象とし､第4章に定める個人情報の収集､利用､訂正､利用停止､開示の求めに応じる手続
き等についての規定は､中国の草案第3章の ｢政府機関以外の個人情報取扱事業者に関する個人情報
処理｣と類似している｡
日本の個人情報保護法第4章第2節 (第37粂-第49条)の民間団体による個人情報保護の推進は､
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個人情報取扱事業者に対し､主務大臣の認定を受けた認定個人情報保護団体が､適正な個人情報の取
り扱いについて支援､指導等を行なうといった役割を明確にしている｡認定個人情報保護団体と呼ば
れるこれら組織は､中国の草案で述べられている業界自律組織に相当すると思われ､中国個人情報保
護法草案の第3章第4節第53条において､｢国家は､政府機関以外の個人情報取扱事業者が業界自律
組織を成立することに対し､支援し､且つ規律を作成し､徐々に業界自律組織に権能を委譲する｡｣
としている｡
また､第54条において業界自律組織に関する権能として､当該業界の行為規準を制定すること､本
業界の業務を執行する機関を拡大すること､本業界と政府情報資源主管部門との関係を調和すること､
情報主体からの苦情を受け､情報主体と個人情報取扱事業者との紛争を調和､処理することを規定し
ている｡ その他､規定に反して立入検査を実施する場合や､規定に反した政府機関以外の個人情報取
扱事業者に対する処罰等の措置を講じること､政府情報資源主管部門が他の権能を委譲する場合には､
業界自律組織がその権能を履行することを定め､日本と同様に民間団体による個人情報保護を推進し
情報主体 (本人)の権利利益を保護するものである｡
(2) 日中個人情報保護法 (中国においては草案)の相違点
(∋ 特定業種における法律の適用問題について
日本では､報道機関などに代表される､表現の自由を行使する機関に対しては､それら自由との調
和に注意を払っており､個人情報保護法第4章を適用除外している｡日本の立法過程で提出された反
対意見は主に報道機関からのもので､個人情報の厳格な規定が報道機関の表現の自由を萎縮させるの
ではないかという意見を考慮し､報道機関等を適用除外として第5章､雑則に明確に定めている｡
中国においては､報道機関､信用調査業界､医療機関､弁護士業等への適用について､｢個人情報
保護の面で経験がなく､中国におけるこれらの特定業種は国外のものとは異なる特徴があり､国外の
立法経験を簡単に援用すべきではない｡｣15とし､如何なる業種も具体的に定めてはいない｡
その理由16は､以下に示すとおりである｡
(1)個人情報保護法は､その法律の適用を排除もしくは制限する明確な規定を定めず､原則として
平等に適用しなければならない｡
(2) 特定業種に対しては､国務院の情報資源主管部門が､個人情報保護法の適用をすべて排除もし
くは適用を制限する規則を定めることができる｡
(3) もし単独立法を定め､その規定に個人情報保護法より一層厳格な規定が含まれる場合はその規
定を優先的に適用させなければならない｡
15 周藻草 前掲注1 76頁
16 周桑華 前掲注1 76貢
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② 国境を越えて情報を取り扱いする場合の特別な規定
中国個人情報保護法草案では､第48条において､下記の条件に適合すれば､政府情報資源主管部門
は政府機関以外の個人情報取扱事業者が､国境を適えて個人情報を取り扱いすることに対する制限が
できるとしている｡
(-) 国家の安全と他の重大な国家利益に関連する場合､
(⊃ 中国政府が負う国際的な義務の中に特別な要求がある場合､
(≡)個人情報を受け取る国家又は地域が､その個人情報に対 し､十分な法律の保護を提供できない
場合､
(四) 法律によるその他の状況｡
また､国務院情報資源主管部門は､(≡)項による国家または地域を認定する責任を持ち､認定す
る具体的な基準､方法､手続きを規定するとしている｡
日本の個人情報保護法では､国境を越えて情報を取り扱いする特別な規定は定めていない｡
③ 業界の自律メカニズムについて
日本では､各省において､個人情報保護法で規定された事業者の義務規定をより具体化 ･詳細化し､
各分野の事業者および業界団体等における個人情報保護のための円滑な取組みを促すために､ガイド
ラインを策定 ･見直し､個人情報保護法およびガイドラインの普及啓発に努めている｡ 通商産業省は､
1999年3月20日に､事業者が個人情報を保護するために､社内に導入する仕組みを明確にしたJISQ
15001:1999｢個人情報保護に関するコンプライアンス ･プログラムの要求事項｣17を制定し､事業者
における個人情報保護の取り組みに当たり第三者認証制度を通じて活用されている｡
個人情報保護に関する第三者認証制度であるプライバシーマーク制度18は､早期に実施可能であり､
実効性のある個人情報保護のための方策の実施が求められてきたことから､財団法人日本情報処理開
発協会は通商産業省の指導を受け､プライバシーマーク制度を創設し1998年 4月1日より運用を開始
した｡プライバシーマークの付与認定は､JISQ15001に基づき､事業者の個人情報保護レベルを第
三者が客観的に評価する制度である｡ 事業者にとっては法律への適合性はもちろんのこと､自主的に､
より高い保護レベルの個人情報保護マネジメントシステムを確立し､運用していることをアピールす
る有効なツールとして活用することができることから､個人情報保護法第4章第2節における ｢民間
団体による個人情報保護の推進｣の一環としてプライバシーマークの普及拡大を推進している｡
17 通称 ｢個人情報保護ガイドライン｣がJTSQ15001の前身であり､2006年に改正され､JISQ15001:2006 個人情報保
護マネジメントシステムー要求事項となった｡
18 個人情報の取り扱いを適切に行っている事業者を､第三者機関である (財)日本情報処理開発協会 (JIPDEC)およびその
指定機関が評価 ･認定し､その証としてプライバシーマークと称するロゴの使用を許諾する制度｡
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中国においては､草案に自律メカニズムの規定はあるものの､個人情報の保護制度が初歩段階にあ
るため､確立にはかなりの時間を要し､国外の状況を参考にしたうえ､中国の現状を総合的に判断す
るとしている｡
専門家の草案では業界の自律メカニズムについて次のように示している19｡
(1) 業界の自律メカニズムは､個人情報保護制度の中で不可欠な部分であり､その機能を十分発揮
するには､多くの環境整備が必要である｡
(2)法律の規定より詳細で､実施時における各規定､また政府機能を伝達するのに有効である｡
(3) 自律メカニズムの規定は中国の業界に対する現行の管理制度を変更するものではなく､相応す
る法律手続きを要求するものであり､業界の自律メカニズムが確実に機能を発揮するには､政府
機関と業界間で良好な相互関係を形成しなければならない｡
(4) 業界の自律組織が個人情報取扱分野で担うことができる責任は大変広範であるため､現状に基
づき､-歩一歩試行し､押し進めていく必要がある｡
④ 罰則について
日本の個人情報保護法では､第6章 (第56条一第59粂)において罰則を規定している｡しかしこの
罰則は個人情報取扱事業者および認定個人情報保護団体を対象としており､個人情報取扱事業者の従
業員への罰則は明確化されていない｡個人情報保護法を受け､実際に企業の中で個人の権利利益を侵
害するような情報漏洩事件､事故が発覚した場合､従業員就業規則による処分を規定している企業も
あるが､企業の社会的な責任については追及されても､法律上に従業員等への罰則は定められていな
い｡
中国個人情報保護法草案第69条では､｢政府機関以外の個人情報取扱事業者の従業員は､許可なし
に他人に漏らすなど､または他の方法で在職時に個人情報を処理することによって知り得た情報を公
開し､違法所得を得た場合は､違法所得を没収し､もし違法所得が五千元以上であれば､違法所得の
同額以上から五倍以下の罰金を加えて処罰する｡違法所得がない場合､または､違法所得が五千元以
下であれば､一千元以上二万元以下の罰金を課する｡犯罪が成立すれば､法律に基づき､刑事責任を
追及する｡｣と規定している｡
19 周東華 前掲注1 84頁
221
中国個人情報保護法草案の検討状況 安 井 久 美
⑤ 個人情報の訂正20､利用停止21について
日本の個人情報取扱事業者および中国における政府機関以外の個人情報取扱事業者における個人情
報の訂正､利用停止については､両国とも ｢遅滞なく｣と定められているが､日本では､国に対する
個人情報の訂正､利用停止については､｢行政機関の保有する個人情報の保護に関する法律｣第31粂
および第40条に､請求日から30日以内に実施しなければならないとし､前項の規定にかかわらず､行
政機関の長は､事務処理上の困難その他正当な理由があるときは､同項に規定する期間を30日以内に
限り延長することができるとしている｡
中国の個人情報保護法草案第3節 (第29粂-第31条)は､政府機関の保有する個人情報の訂正､利
用停止について､申請日から15日以内に決定するとしており､規定の限度内にできない場合は政府機
関の責任者の許可により､15日を延長し､決定を下すことができるとしている｡期限を延長しても決
定を下すことが出来ない場合は､政府機関の責任者の許可により､再度期限を延長できるが､長くて
も30日を超えてはならないとしている｡
個人情報の訂正､利用停止を行なうには､状況によっては遅滞なく出来ない可能性も考えられるが､
遅滞なくという表現は非常に唆味であり､国の機関､個人情報取扱事業者を問わず､具体的に示すこ
とが法の浸透をも促すと考えられる｡
4.企業における個人情報漏洩に関する事案および現状
わが国においては､個人情報漏洩事件が日常的に報道され､大量の個人情報漏洩に関する判例では､
宇治市住民基本台帳データ大量漏洩事件22､インターネットプロバイダ個人情報漏洩事件23などがあ
げられ､社会的非難を浴びた｡このため､各企業では情報管理に関する､より高いレベルでのセキュ
リティ対策を講じるなど､企業の姿勢を改めて見直す機会となった｡
個人情報保護法への対応に加え､取引や消費者への安心の提供を必要とする事業者は､プライバシー
マークの認定に対して積極的に取り組んでいる｡ 主な理由として､昨今の多発する個人情報漏洩事故
や､個人情報保護法の制定により､一般消費者の ｢個人情報保護｣に関する認知度がますます高まっ
ていることが挙げられる｡
20 日本の個人情報保護法第26条において､個人情報取扱事業者は､本人から､当該本人が識別される保有個人データの内容
が事実でないという理由によって当該保有個人データの内容の訂正､追加又は削除 (以下この条において｢訂正等｣という｡)
を求められた場合には､その内容の訂正等に関して他の法令の規定により特別の手続きが定められている場合を除き､利用
目的の達成に必要な範囲内において､遅滞なく必要な調査を行い､その結果に基づき､当該保有個人データの内容の訂正等
を行わなければならないことを定めている｡
21 日本の個人情報保護法第27条において､個人情報取扱事業者は､本人から､当該本人が識別される保有個人データが第16
条の規定に反して違反して取得されたものであるという理由によって､当該保有個人データの利用の停止又は消去 (以下こ
の条において ｢利用停止等｣という｡)を求められた場合であって､その求めに理由があることが判明したときは､違反を
是正するために必要な限度で､遅滞なく､当該保有個人データの利用停止等を行わなくてはならない｡ただし､当該保有個
人データの利用停止等に多額の費用を要する場合その他の利用停止等を行うことが困難な場合であって､本人の権利利益を
保護するため必要なこれに代わるべき措置をとるときは､この限りではないと定めている｡
22 大阪高判 平成13年12月25日 サイバー法判例解説190頁
23 大阪地裁 平成18年5月19日 判例時報1948号122貢
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例えば､一般消費者であれば ｢何らかのサービスを得るために提出した自己の情報が適切に管理さ
れているか｡｣また､個人情報を外部へ委託する事業者であれば ｢委託した個人情報は確実に安全管
理されたうえで委託処理が行われているか｡｣などが重要関心事となる｡特に商取引上の場合､今ま
での購入先 (取引先)の選定基準であった品質(提供されるサービスや製品そのもの)､コスト(価格)､
スピード(納期 ･在庫)､サービス(付加価値)等に加え､その事業者の ｢個人情報保護水準｣も選定基
準となっている｡委託側のニーズに個人情報保護の視点が必須になってくると ｢社内できちんとして
いますから大丈夫です｡｣とアピールする事業者と､｢当社は個人情報保護に関する公的な第三者認証
制度であるプライバシーマークを取得していますのでご安心ください｡｣と顧客の日に見える形で｢安
心｣ を提供できる事業者とに大きな違いが出てくる｡ 認定事業者数をみても､2006年末で5,000社超
であったが､2008年12月12El現在において9,900社24となっている.この急激な伸び率の理由は､市
場における個人情報取扱事業者の ｢安心の提供 ･借換の獲得｣ に関するニーズの高まりを示している
といえよう｡
中国においては､個人情報保護法が草案段階のため､個人情報の侵害事例は多発しているものの､
企業における個人情報漏洩に関して裁かれた事案は見当たらない状況である｡
5.中国個人情報保謙法立法化の必要性
『中華人民共和国個人情報保護法(専門家草案)および立法研究報告』によれば､中国の個人情報保
護法の立法化の必要性が次のように説明されている25｡
現在の中国社会においては､情報技術の発展に伴い､政府や政府機関以外の機関が大量の個人情報
を収集し､保存し､その個人情報の不正取得や不正使用も多く､改ざんされることも多い｡この状況
は､個人の生活や､生命､財産の安全を脅かすこととなり､その結果､人々は個人情報処理の拒否や､
虚偽の情報を提供する可能性さえもある｡ このことが要因となって､情報の自由な流通を制約し､市
場経済への影響も考えられることから､立法による早期の個人情報保護制度の確立が急務である｡
個人情報の侵害としては次のような例があげられる｡政府関係部門が職権の範囲を超えた上に､非
政府関係部門がその業務目的の範囲を超えて個人情報を収集利用する現象が見られる｡例えば､学校
においては､テレビ監視システムが備えられ､学生の行動をすべて監視している｡
また､ある地域では､政府機関以外の個人情報取扱事業者が100項目を越える個人情報を取得して
おり､個人が電子カード等の作成時､その個人情報が改ざん､混用されるなど､また､最近では個人
情報取扱事業者が他人の電子メールアドレスを販売する行為も見られるようになった｡
その他､電子商取引の面においても､その過程で多くの消費者の個人情報が業者に集められること
24 htp://privaeymark.jp/ (アクセス2008年12月13日17:30)(日本情報処理開発協会)
25 周東華 前掲注 1 34-37頁
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から､消費者は個人情報の安全を考慮してネット取引を断念する場合もあり､これは中国の電子商取
引の発展を制約している｡
このような個人情報の不正取得や処理は人々の信用を失うだけでなく､処理する情報が事実と適合
せず､情報化の本来持つべき価値を失うこととなり､個人情報保護制度がなければ､個人の権利利益
が損なわれるだけでなく､中国の情報化の進展が妨げられる｡
これらに対応するという意味において個人情報保護法の制定は､中国の情報化および個人情報保護
の法律体系全体の構築を推進することになるであろうと考えられる｡
中国個人情報保護法草案について､人民日報紙上で､中国社会科学院周漠華教授は ｢他人の名誉権
利を侵せば､今の法律では民事責任を問われる｡もし個人情報保護法が正式に公布されれば､他人の
情報を侵害すると､民事責任はもちろん､行政責任あるいは刑事責任を問われることになる｡ 草案に
は､個人の携帯電話番号､住所､医療機関における患者情報､職業情況等がすべて法律で保護される
範囲に入っている｡｣また､国務院情報化弁公室政策規画チームの欧陽武副司長は ｢信用システムを
構築するには､消費者の信用情報の収集が不可欠であり､そうなると､必然的に個人情報の保護問題
に関わってくるため､いかに双方のバランスをとるかが問われる｡ 国務院情報化弁公室は､信用シス
テムをより整備するため､個人情報保護法の研究および制定を行なっている｡中国社会科学院の関連
資料によると､携帯やインターネットを使った個人情報侵害事例が多くなっている｡個人情報保護シ
ステムが設立された国は､世界で50カ国以上に達し､個人情報保護法は一日も早く施行すべきだ.｣
と指摘している26｡
また､筆者が行った､中国個人情報保護法草案の作成者である ｢中国社会科学院法学研究所の周漠
華教授への聞き取り調査｣27は､以下の状況であった｡
Q1.中国個人情報保護法草案完成後2年が経過しているが､施行していない理由および中国個人情
報保護法施行の見通し｡
A. 中国の法律は長い期間かかっている｡電信法は公布するまでに25年もの歳月を費やした｡
独占禁止法も長期間検討をしているが､未だ公布できていない｡個人情報保護法は､作成開始
から4年であり､長期間を要す予定である｡
また､中国では他に立法待ちが50位あるが､全国人民代表大会での審議は年一度のため骨待っ
ている状況である｡ その他の理由としては国家機関の移転が予定されており､その準備に追わ
れて落ち着かない状況であることも起因し､立法機関は､集中的にやろうとしていることが現
状である｡
26 人民日報 2007年11月15日付記事
27 平成20年9月17日実施｡
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Q2.中国の一般市民は､海外の個人情報保護法が施行されている国々と､未施行の中国との相違を
どのように受け止めているのか｡また､中国個人情報保護法草案の作成にあたり､特に配意し
た点について｡
A. 中国人民日報の調査で90%の人が個人情報を侵害されたことがあると答えたが､インターネッ
トも最近のもので一般市民の意識は低い｡個人情報保護法に携わる所は中国社会科学院法学研
究所だけであり､一般市民は海外の状況はあまり知らないのが現状である｡草案作成にあたり､
特に配意した点は､個人情報侵害を防ぐために､個人情報保護に関する処罰を7回の審議にわ
たり検討し､法律で規定することを全点一致で決めた｡
Q3.業界の自律メカニズムについて､立法報告書では､｢中国においては個人情報の保護制度が初
歩段階にあるため､確立にはかなりの時間を要し､国外の状況を参照したうえ､中国の現状を
総合的に判断するO｣としているが､日本のプライバシーマーク制度に相当する､何らかのシ
ステムに基づく個人情報の保護を確立する予定があるか｡
A. 案の中では日本を参考として提案しているが､中国では中小企業が非常に多く､中小企業は､
会社を設立しても短期間で閉鎖し､すぐに次の場所で別の会社名で開業するといったケースが
日常的に見られる｡このような状況の中で中小企業が如何にルールを守るかが大きな問題であ
り､中国の企業活動に大きく影響されると考えられるため､日本のプライバシーマークのよう
な制度をどこまで取り入れるか検討している｡ 日本の様な正式なやり方を実施するのは非常に
難しいと思われる｡
Q4.政府横関以外の個人情報取扱事業者の個人情報保護に関する認識｡
A. 政府機関以外の個人情報取扱事業者は､今のところ認識が低いと考えられるが､そのうちに
徐々に認識が高まってくると思われる｡ 企業は､日本や欧米とは距離があり､また､企業の中
に､個人情報の保護を推進する役割を担う者がいないのが現状である｡個人情報はすべての業
界に必要であることから課題は大きい｡
Q5.中国の個人情報侵害に関する判例について
A. 中国においては､個人情報保護法がないため､今のところ判例はない｡また､プライバシーで
裁いた判例もなく､研究者も､新聞等の事件の記事で個人情報の侵害にあたるかを分析してい
る状況である｡
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6.中国における個人情報保護法規制に関する問題点
近年､中国においても営業目的でのテレマーケティングが日常的に行われ､例えば､出産後間もな
い時期に､筆の製造業者からは､｢新生児の髪の毛で記念の筆を作らないか｡｣､また､車を購入すると､
｢保険に加入しないか｡｣等､まるで､生活の実態を見ていたかのように､タイムリーに電話がかかっ
てくる状況がある｡それも､しつこく､様々な会社名を名乗り､多い時には1ケ月に200回程度かかっ
てきたという実例がある｡ 電話を受ける側は､自分の名前や近況をどこで知り得たのか､個人情報に
対する不安が非常に大きい｡業者は個人情報を販売目的で収集し､同じ業種の ｢多数の人｣に販売し､
また､夜店では企業の秘密情報までも平然と並べて売っている28という状況から､一般市民は必然的
に個人情報の提供を拒む可能性もあり､正常な経済発展への支障となりかねない｡
｢中国では､法があっても従わない､法の執行が甘い､罰でもって刑に代える (筆者注 ･法治社会
ではなく人治社会であるということ)などの現象が非常によく見受けられる｡ 特に､個人情報保護は
新分野なので､一般市民と情報取扱者の個人情報保護に関する法律意識を強化する必要がある｡｣ と
立法報告書の中で述べられている29｡ このような背景のもと､もし個人情報保護法の違反行為に刑事
制裁措置がなければ､一般の民事救済メカニズムまたは行政処罰措置に頼るしかなく､法律の実施効
果の保障は大変難しくなる｡ そのため､専門家の草案では､第5章罰則 (厳格な ｢法律責任｣)で刑
事制裁に言及している30｡特に大きな問題は､個人情報保護法の執行機関問題であり､政府に専門の
情報資源主管部門がなかったことが､必然的に個人情報保護法の制定と実施に影響を与えている31た
め､有効な法律執行メカニズムの形成を推進すると同時に､中国の政府機関の現状およびある程度の
再編または改革を想定して､総合的な政府の情報資源主管部門の構築をしなければならないとしてい
る32｡
また､個人情報保護法の独立性､専門性､権威性を持たせるため､他国で設けられた情報コミッショ
ナーや独立した情報委員会の経験を参考にし､専門家の立法報告書では ｢必要に応じ､政府の情報資
源主管部門が本部門外の専門家を入れ､独立した情報委員会の形成および行政不服審査を経て､その
他の行政管理権限を行使してよい｡｣と定めている33｡ この規定は､中国の現状を考えるだけでなく､
制度の将来の発展の必要性を考慮したものである｡
7.中国における個人情報保護法規制に関する今後の課題
今日の社会において､業務委託や派遣契約等といった事業形態は､通常､企業経営の中に欠くこと
28 筆者が行った､中国へ進出している日本企業(北京､上海に進出している株式会社NTTコミュニケーションズ)への聞き取
り調査による｡(2007年8月実施)
29 周藻草 前掲注 1 90頁～91頁
30 中国個人情報保護法草案第64粂-69条
31 周漠華 前掲注 1 82頁
32 周藻草 前掲注 1 82頁
33 周藻草 前掲注 1 82頁-83頁
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ができない状況となっている｡現在､昇進などを除いた人事事務のみを中国へ委託している日本企業
もあり､当然ながらこのような場合は個人情報の処理が主な内容となる｡委託先の安全管理として､
個人情報保護の管理､徹底のための対策をいかに構築するか､ここには委託先の従業員の意識向上等､
数値では計 り知れない人的セキュリティレベルのものが入ってくることとなり､物理的なセキュリ
ティ対策よりも人的セキュリティレベルへの対応は非常に困難であると考えられる｡ 更に個人情報保
護法が完備されていない国との業務提携においては､個人情報の安全性をどこまで担保できるかとい
う不安が大きい｡個人情報保護管理体制の早期確立を目指し､企業内の規定を整備､充実することは
情報社会における企業の社会的責任として重大であり､日本のJISQ15001個人情報保護マネジメン
トシステムに基づくプライバシーマーク制度に相当する､明確かつ正当な取 り扱いの実施可能なシス
テムづくりを推進することが有効であると思われる｡
中国の人々の個人情報に対する緊迫した状況から､個人情報保護法の早期施行を図り､中国の情報
化の推進と同時に､個人の権利利益の保護を確立することが望ましい0
おわりに
個人情報保護に関するコンプライアンス体制の確立においては､最終的には従業員一人ひとりの意
識にかかわることから､ トップの意識ならびに社内体制の整備と個人情報保護教育における従業員の
認識レベルの向上が課題である｡特に､日本の個人情報保護法第22条における ｢委託先の監督｣につ
いては､内部規定等の整備､充実を図り､委託元と委託先が一体となった取 り組みを推進することが
必要である｡日中の企業間においても同様であり､引続きさらに検討の必要がある｡
日中間の企業活動における ｢個人情報保護に関するコンプライアンス体制の確立｣ に向けた推進を
行なうことは､個人の権利利益の保護と同時に､社会経済における日中企業活動の交流において､適
正な取り扱いにおける情報の流通を促 し､今後､両国の友好関係をも促進する効果も期待できるもの
と思われる｡
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