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ДЕРЖАВНЕ РЕГУЛЮВАННЯ У СФЕРІ ЗАБЕЗПЕЧЕННЯ  
ЗАХИСТУ ПЕРСОНАЛЬНИХ ДАНИХ 
Донедавна функції захисту персональних даних виконувала Державна 
служба України з питань захисту персональних даних (ДСЗПД), але після 
факту несанкціонованого втручання в роботу інформаційних систем (ІС) 
Міністерства юстиції України, що призвело до припинення функціонування 12 
Державних та Єдиних реєстрів інформаційної мережі через блокування 
інформації і порушення встановленого порядку її маршрутизації, цю службу 
було скомпрометовано щодо належного і гарантованого захисту окремих 
державних інформаційних ресурсів (ДІР). Це стосується саме тих ДІР, які 
містять дані про фізичних осіб, що обробляються без їх згоди в інтересах 
національної безпеки, економічного добробуту та прав людини, тобто, 
персональних даних (ПД) розпорядником яких є держава.  
Як наслідок, у 2013 році після внесення змін до Закону України «Про 
захист персональних даних» контроль за додержанням законодавства про 
захист ПД покладено на Уповноваженого Верховної Ради України з прав 
людини та суди, а забезпечувати захист ПД від випадкової втрати або 
знищення, незаконної обробки чи доступу до цих ПД зобов’язано володільців, 
розпорядників ПД та третіх осіб. Зокрема, в органах державної влади, органах 
місцевого самоврядування, а також у володільцях чи розпорядниках ПД має 
бути створений структурний підрозділ або визначена відповідальна особа, яка 
організовує роботу, пов’язану із захистом ПД при їх обробці. Як факт 
остаточного усунення уповноваженого державного органу з питань захисту 
ПД вказує й прийнята Постанова Кабінету Міністрів України (КМУ) № 442 від 
10.09.2014 року «Про оптимізацію системи центральних органів виконавчої 
влади» за якою ДСЗПД ліквідовано.  
Однак відомо, що ПД, крім знеособлених, за режимом доступу є 
інформацією з обмеженим доступом (ІзОД), а саме – конфіденційною 
інформацією (КІ). Тому держава, як розпорядник ПД якому (в інтересах 
національної безпеки) надано право обробляти ці дані від імені володільця, 
повинна не тільки визначати склад цих ПД, мету і процедуру їх обробки, але й 
забезпечувати захист такої КІ у власних ІС.  
На попередження й нейтралізацію існуючих наразі потенційних і реальних 
загроз національній безпеці в інформаційній сфері, згідно рішення Ради 
національної безпеки і оборони України від 28.04.2014 року «Про заходи щодо 
вдосконалення формування та реалізації державної політики у сфері 
інформаційної безпеки України», Державну службу спеціального зв’язку та 
захисту інформації України разом зі Службою безпеки України зобов’язано:  
1) розробити та подати на затвердження КМУ заходи щодо посилення захисту 
ДІР від протиправного втручання; 2) ужити додаткових заходів щодо захисту 
ІзОД (насамперед ПД, що належать до КІ) під час її обробки в ІС.  
