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ABSTRAKT
Zhvillimi i këtyre teknologjive është vleresuar shumë sepse na mundëson ruajtjen e të
dhënave online dhe qasjen në to në çfar do kohe që dëshirojm ne. Ka shumë lloje të tyre
saqë konkurrenca ka bërë që secila të ofroj cilësi apo performanca më të mira. Zhvilluesit e
këtyre teknologjive janë munduar që të punojnë, thjeshtësi në përdorim dhe efikasitet.
Në qoftë se kujtojmë kohen kur kjo teknologji nuk ka ekzistuar vërejm qe jemi perballur
me veshtirësi të ndryshme ndërsa sot mjafton që të kyqemi në rrjet dhe të hapim një llogari
personale pastaj qasja është edhe më e thjeshtë.
Është mirë që përdoruesit e pajisjeve të ndryshme teknologjike të kenë më shumë njohuri
rreth këtyre teknologjive sepse dita ditës këto teknologji po zgjerohen duke ofruar edhe
kushte më të mira.
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HYRJE

Sot teknologjia ka avancuar dhe ne jemi deshmitarë se sot operojnë shumë biznese dhe
kompani, e që bashkëshfrytezimi i të dhënave është shumë me rëndësi. Mundësi të mirë na
kanë ofruar deponitë online të cilat janë efiqiente, qasje nga kudo, ska nevojë mirembajtje
serveri, zhvendosje e lehtë e të dhënave, siguri etj. Ruajtja në deponitë online realizohet
përmes interneti, e këto deponi janë një alternativë për ruajtjen e të dhënave siq janë disqet,
flash disqet etj. Në vitet e fundit prodhuesit e këtyre deponive kanë shtuar në mënyra
dramatike numrin e deponive për ruatje për të dyja palët si biznesore poashtu edhe
individuale.
Edhe pse të njejta për nga qëllimi këto deponi shpeshherë dallojnë ndërmjet vete tek ruajtja
e të dhënave p.sh disa ruajn vetëm foto, muzika dhe backup-in e të dhënave ndërsa disa
lloje lejojnë ruajtjen e çfardo të dhëne. Shumica mundemi me u qas pa pages por që ka edhe
me pagesë. Çdo ditë po shtohen deponi të reja online, por ndër më të popullarizuarat janë:
One Drive, Google Drive dhe Dropbox, ku edhe ne do të fokusohemi në to. Kanë shumë
benifite mirëpo që e mira më e madhe është aftësia me ju qas të dhënave prej kudo që
ndodhemi.
Ne e dimë që sot numri i pajisjeve është duke u rritur në masë të madhe dhe transferimi i të
dhënave apo fajllave është me rëndësi të jetë i suksesshëm. Ofrohet një mundësi e mirë për
bizneset për të bashkëndarë të dhënat që ata kanë nevojë, por mundësi e mirë është edhe për
individët të cilët mund të bashkëndajnë të dhëna. Këtu kemi edhe anë të tjera të këtyre
deponive të cilat nganjëherë i shqetsojnë përdoruesit dhe ajo është siguria e të dhënave si
dhe privatësia. Eshtë e rëndesishme që siguria e të dhënave dhe e privatësisë të jetë në
nivel, dhe për këte zhvilluesit kanë menduar pasi qe sistemet i eknodojnë të dhënat me anë
të një çelsi të veçantë të enkoduar, ky çelës mund të ndodhet të përdoruesi por që shumicën
e rasteve sistemet e mbajnë vet.
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SHQYRTIMI I LITERATURËS

Shumë njerëz i konsiderojnë cloud storage si një teknologji të re sepse nuk kanë dëgjuar për
të deri kohëve të fundit. Kur flasim për historikun e deponive online disa njerëz u kthehen
viteve 2000, disa të tjerë u kthehen viteve të 90ta, por që në realitet ideja për këtë lloj
deponie ka ekzistu qysh herët që në shekullin 18 dhe 19. Qysh në atë kohë kane pasur
mendje briliante qe ka ndikuar prej asaj kohe të modernizohet kjo teknologji e deri në ditët
e sotme. Dropbox, Google Drive dhe OneDrive janë ofruesit më të njohur të ruajtjes së të
dhënave në internet sot. Marrja midis tyre për të përcaktuar se cili është ofruesi më i mirë i
ruajtjes së të dhënave nuk është detyrë e lehtë. Secili ka forca dhe dobësi që nuk
mbivendosen gjithmonë.
Megjithëse ne anojmë me OneDrive, me disa paralajmërime. Arsyeja kryesore për këtë
është një mangësi që ata të gjithë ndajnë: siguria.
Ne shumë preferojmë ofruesit e cloudeve që ofrojnë enkriptim privatë të të dhënave. Ne
nuk mohojmë se ka përfitime për përdorimin e Dropbox, Google Drive dhe OneDrive mbi
shumicën e ofruesve të ruajtjes së të dhënave, ku shumica kanë të bëjnë me produktivitetin.

Figura 1. OneDrive Google Drive dhe Dropbox
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Për nga numri i përdoruesve, Google Drive ka përparësi. Në fillim të vitit 2017, kompania
njoftoi se kishte kaluar 800 milionë përdorues aktivë mujorë. [7] Deri tani, ndoshta është
shërbimi i parë i ruajtjes së cloud që ka kaluar një miliardë markë. Dropbox, dikur lider në
përdoruesit aktiv, raportoi për 500 milionë përdorues të regjistruar. [8] Nga këta, 11 milionë
janë duke paguar përdoruesit, duke përfshirë 300,000 klientë të abonimit të biznesit (lexoni
rishikimin tonë të Dropbox Business) [15]. OneDrive ndërkohë shërben për 115 milionë
përdoruesit e panjohur në mbarë botën. Pastaj përsëri, është raportuar se mbi 85 për qind e
kompanive Fortune 500 përdorin OneDrive, gjë që nuk është e habitshme duke pasur
parasysh popullaritetin e Office 365. Numrat nuk janë gjithçka, megjithëse, secili prej tre
gjigantëve të teknologjisë ka marrë një qasje tjetër për të reklamuar dhe zhvilluar shërbimin
e tyre të ruajtjes, duke ndihmuar në përcaktimin e tregut të magazinimit të cloudeve gjatë
rrugës. [10]

2.1 Historiku
Ruajtja e të dhënave nëpër deponit Cloud besohet të jetë shpikur nga Joseph Carl Robnett
Licklider në vitet 1960 me punën e tij në ARPANET për të lidhur njerëzit dhe të dhënat nga
kudo në çdo kohë.
Në vitin 1983, CompuServe u ofroi përdoruesve të tij të konsumit një sasi të vogël hapësire
në disk që mund të përdoret për të ruajtur ndonjë fajll që ata zgjodhën për të ngarkuar.
Në vitin 1994, AT & T filloi shërbimin PersonaLink, një platformë online për komunikim
personal, biznesi dhe sipërmarrje. Ruajtja e të dhënave ishte një nga të parët që ishte i
bazuar në ueb dhe i referohej në reklamat e tyre si "mund të mendosh për vendin tonë të
takimit elektronik si një cloud". Amazon Web Services prezanton shërbimin e magazinimit
cloud AWS S3 në 2006, dhe ka fituar njohje dhe adoptim të gjerë si furnizues për ruajtjen e
shërbimeve popullore si SmugMug, Dropbox dhe Pinterest. Në vitin 2005, Box njoftoi një
ndarje të skedarëve në internet dhe shërbim të menaxhimit të përmbajtjes personale të cloud
për bizneset. Në vitin 1890, Herman Hellorith e zhvilloi një makinë për ruajtje të
informacioneve dhe që u bë sinonim në industrinë e procesimit të dhënave. Punch cards
ndryshe njihen edhe si Hellorith cards dhe IBM cards janë letra që kan vrima të shpuara me
dorë ose me makinë për të perfaqsuar të dhënat. Për të ngarkuar programin ose për të lexuar
3

të dhënat e kartës së shënimit, secila kartë futet në një lexues të kartelave që futin të dhënat
nga karta në kompjuter, secila vrime perfaqëson një karakter. Këto deri vitin 1960 janë
perdorur, ndërsa sot është e veshtirë të hasësh në to.[3][2]
Në shtator të vitit 1956 IBM kishte dizajnuar dhe krijuar një Hard Drive për qëllime
biznesore, kompanive të mëdha u nevoitej për të llogaritur kohe sakte, pas kesaj u krijua
disku IBM 350. IBM 350 është komponenta kryesore e IBM 305 RAMAC sistemit,
prezantuar në shtator të vitit 1956. Ishte fleksibil një elektronikë për procesimin e të
dhënave që lejonte ruajtjen e transaksioneve dhe qdo kalkulim tjetër që ndodhte. Kishte
mundesi të ruajtjës së informacionit deri në 62,500 punch cards ose 5 milion karaktereve
(rreth 3.75 MB) dhe shpejtsi 8.800 karaktere në sekond. IBM 305 RAMAC mund të
vendosej në dhomë si dhe kishte dimensione të mëdha 9m me 15m. Ky zhvillim për
kompanitë ia vlejti, sasia e të dhënave që ata mund të ruanin dhe shpejtesia me të cilen ata
mund të qaseshin ishte duke u bëre gjithnjë e më rëndesishme në linjat e tyre.[16][4]

Figura 2. Historia e Cloud-it
Këto që permendëm këtu kane qenë vetëm disa prej hapave më primitv drejt zhvillimit dhe
integrimit të deponive online. Në materialin në vijim mund të hasim në modernizim e
këtyre sistemeve nga një periudhë në tjetrën.
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Në vitin 1969 kemi ARPANET Josep Carl Robnett Licklider, kjo ishte teknologjia e parë
që mundet mu klasifiku si cloud computing dhe gjithashtu ishte parardhes i hershem i
internetit. Ishte financuar nga Departamenti i mbrojtjes U.S. ARPANET a.k.a. The
Advanced Research Projects Agency Network u be rruga e parë e zakonshme për me dërgu
të dhëna përmes paketave, me ARPANET mundemi me ju qas edhe të dhënave të ruajtura
nga dikush tjeter. Kur jemi të rrjeti vlen ta permendim perseri IBM-in kompani e cila i dha
shumë teknologjise duke krijuar The Ethernet Adapter në vitin 1982, përsëri qellimi për të
avancuar përpara cloud teknologjite, këto kablla realizuan një transfer shumë të shpejt dhe
pak të kushtushëm.[1][2]

Disa vite më vonë qindra kompani kanë bërë thirrje që të ruhen të dhënat e tyre si kopje
edhe ne një vend tjetër, ishin vitet e 90-ta ku u shfaq nevoja për online backup storage. Disa
prej kompanive të njohura ishin Evault, NetMass, Arkeia dhe CommVault, këto kompani
kishin ofruar deponi online por jo diqka që ne sot e quajm deponi online. Ne sot e dimë se
si funksionojnë këto deponi, janë online dhe nevojitet një server që ka madhësi terabyte për
ruajtjen e të dhënave.
Qeveria Amerikane përseri përfshihet në zhvillimet e cloud teknologjive, kësaj radhe
krijuan një Ethernet i thirrur TT-2 me shpresë të zhvillimit një rrjeti të sigurt për të dhena.
Pa siguri funksionimi i ketyre deponive nuk do ishte i realizushem.
Ne vitin 2006 amazon ishte gati për të lancuar një shërbim një deponi online e njohur si S3,
e cila ishte dizajnuar për zhvillusit e aplikacioneve. Tek amazon kjo ka sherbyer me shumë
tek pagesat që janë kryer. Tani kjo perdoret edhe nga shumë faqe të popullarizuara si
NetFlix, Pinterest, Dropbox, Sumug mug, etj. Amazon S3 ofron një destinacion shumë të
qëndrushem dhe të sigurt për të mbështetur të dhenat kritike. Kjo infrastrukturë e
qendrueshme dhe e sigurt e Amazon S3 ofron një zgjidhje të fuqishme të rikuperimit të
fatkeqsive, duke siguruar një mirëmbajtje superiore të të dhenave.[1][2]
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2.1.1 Përshkrim mbi shërbimin Dropbox
Dropbox është një shërbim i ruajtjes së të dhënave të operuar nga kompania amerikane
Dropbox, Inc., me seli në San Francisko, Kaliforni, që ofron ruajtjen e të dhënave përmesë
cloud, sinkronizimin e fajllave, cloudin personal dhe programin e klientit. Dropbox u
themelua në vitin 2007 nga studentët e MIT Drew Houston dhe Arash Ferdoësi si një
kompani fillestare, me fonde fillestare nga përshpejtuesi i farës Y Combinator.

Dropbox mund të krijojë një dosje të veçantë në kompjuterin e përdoruesit, përmbajtja e të
cilit pastaj sinkronizohet me serverët e Dropbox dhe me kompjuterë dhe pajisje të tjera që
përdoruesi ka instaluar në Dropbox, duke mbajtur të njëjtat skedarë të përditësuar në të
gjitha pajisjet. Dropbox përdor një model biznesi freemium, ku përdoruesve u ofrohet një
llogari falas me një madhësi magazinimi të caktuar, me abonime të paguara në dispozicion
që ofrojnë më shumë kapacitet dhe veçori shtesë. [5]
Përdoruesit e Dropbox Basic janë dhënë 2 gigabajt hapësirë të lirë falas. Përdoruesit e
Dropbox Plus kanë 1 terabajt hapësirë për ruajtje, si dhe funksione shtesë, duke përfshirë
kontrolle të avancuara të ndarjes, fshirje të largëta dhe një shtojcë fakultative Extended
Version History. Dropbox ofron aplikacione kompjuterike për kompjuterat Microsoft
Windows, Apple MacOS dhe Linux, dhe aplikacionet mobile për iOS, Android dhe
Windows Phone smartphones dhe tableta. Në mars 2013, kompania fitoi Mailbox, një
aplikacion i popullarizuar në email, dhe në prill 2014, kompania prezantoi aplikacionin
Dropbox Carousel, një foto dhe galeri. Të dy kutitë postare dhe karuseli u mbyllën në
dhjetor 2015, me karakteristikat kryesore nga të dy aplikacionet e implementuara në
shërbimin e rregullt Dropbox. Në tetor të vitit 2015, njoftoi zyrtarisht Dropbox Paper,
redaktor bashkëpunues i dokumentit, në një përpjekje të raportuar për të zgjeruar
operacionet e saj drejt bizneseve. Deri në mars të vitit 2016, Dropbox ka 500 milionë
përdorues.
Dropbox ka marrë lëvdata, duke përfshirë çmimin “Crunchie” në 2010 për aplikimin më të
mirë në internet dhe çmimin e zgjedhjes së Macëorld 2009 për editorin për softëare. Ajo
është renditur si një nga startups më të vlefshme në SHBA dhe në botë, me një vlerësim
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prej mbi 10 miliard dollarë dhe është përshkruar si një nga investimet më të suksesshme
Y Combinator deri tani. Sidoqoftë, Dropbox ka përjetuar kritika dhe ka krijuar polemika
për çështjet, duke përfshirë shkeljet e sigurisë dhe shqetësimet e privatësisë.[5]

2.1.2 Përshkrim mbi shërbimin Google Drive
Google Drive është një shërbim i ruajtjes së të dhënave dhe sinkronizimit i zhvilluar nga
Google. Lansuar më 24 prill 2012, Google Drive i lejon përdoruesit të ruajnë të dhënat në
serverat e tyre, të sinkronizojnë skedarët në të gjithë pajisjet dhe të ndajnë skedarët. Përveç
një faqeje interneti, Google Drive ofron aplikacione me aftësi offline për kompjuterët
Windows dhe MacOS, smartphones dhe tableta Android dhe iOS. Google Drive përfshin
Google Docs, Sheets dhe Slides, një suitë zyre që lejon redaktimin bashkëpunues të
dokumenteve, tabelave, prezantimeve, vizatimeve, formave dhe të tjera. Dosjet që krijohen
dhe përpunohen përmes kompletit të zyrës ruhen në Google Drive.
Google Drive u ofron përdoruesve me 15 gigabajt hapësirë të lirë përmes Google One.
Google One gjithashtu ofron 100 gigabajt, 200 gigabajt, 2 terabajt, 10 terabajt, 20 terabytes
dhe 30 terabytes të ofruara përmes planeve opsionale të paguara. Fajllat e ngarkuar mund të
jetë deri në 5 terabytes në madhësi. Përdoruesit mund të ndryshojnë cilësimet e privatësisë
për skedarët dhe dosjet individuale, duke përfshirë mundësimin e ndarjes me përdorues të
tjerë ose publikimin e përmbajtjes. Në faqen e internetit, përdoruesit mund të kërkojnë një
imazh duke përshkruar pamjet e tij dhe përdorin gjuhën e natyrshme për të gjetur skedarë të
caktuar, të tillë si "gjeni tabelën e buxhetit tim nga dhjetori i kaluar".[4]

Faqja e internetit dhe aplikacioni i Android ofrojnë një seksion Backups për të parë se cilat
pajisje Android kanë të dhëna të mbështetura në shërbim dhe një aplikacion i kompletuar i
kompjuterizuar i lëshuar në korrik 2017 lejon të kopjosh dosje specifike në kompjuterin e
përdoruesit. Një funksion i Qasjes së shpejtë mund të parashikojë në mënyrë inteligjente që
përdoruesit cilat fajlla do t'i kenë nevojë. Google Drive është një komponent kyç i G Suite,
ofrimi mujor i abonimit të Google për bizneset dhe organizatat. Si pjesë e planeve të
zgjedhur G Suite, Drive ofron ruajtje të pakufizuar, raportim të avancuar të auditimit të
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skedarëve, kontrolle të zgjeruara të administratës dhe mjete më të mëdha bashkëpunimi për
ekipet. Pas fillimit të shërbimit, politika e privatësisë së Google Drive u kritikua rëndë nga
disa anëtarë të mediave.
Google ka një sërë marrëveshjesh mbi termat e shërbimit dhe politikave të privatësisë që
mbulojnë të gjitha shërbimet e saj, që do të thotë se gjuha në marrëveshjet i jep kompanisë
të drejta të plota për të riprodhuar, përdorur dhe krijuar vepra derivative nga përmbajtja e
ruajtur në Google Drive. Ndërsa politikat gjithashtu konfirmojnë se përdoruesit mbajnë të
drejtat e pronësisë intelektuale, avokatët e privatësisë ngrenë shqetësime se licencat i japin
Google të drejtën për të përdorur informacionin dhe të dhënat për të rregulloje reklamat dhe
shërbimet e tjera që ofron Google. Në të kundërt, anëtarët e tjerë të mediave vunë re se
marrëveshjet nuk ishin më të këqija se ato të shërbimeve konkuruese të ruajtjes së dhënave
në Cloud, por se konkurrenca përdor "gjuhë më të zgjuar" në marrëveshjet.[4]

Deri në mars të vitit 2017, Google Drive ka 800 milionë përdorues aktivë, dhe deri në
shtator 2015, ajo ka mbi një milion përdorues që paguajnë driv-in. Që nga maji i vitit 2017,
në shërbim janë ruajtur mbi dy trilion fajlla.

2.1.3 Përshkrim mbi shërbimin One Drive
Në lansimin e saj, shërbimi i njohur si Windows Live Folders në atë kohë (me një kod të
quajtur SkyDrive), u sigurua si një beta i kufizuar në dispozicion të disa testuesve në
Shtetet e Bashkuara. Më 1 gusht 2007, shërbimi u zgjerua në një audiencë më të gjerë.
Menjëherë pas kësaj, më 9 gusht 2007, shërbimi u riemërua me Windows Live SkyDrive
dhe iu bë në dispozicion testuesve në Mbretërinë e Bashkuar dhe Indi. [3] Që nga data 22
maj 2008 SkyDrive fillimisht ishte në dispozicion në 38 vende dhe rajone. Më vonë u
zgjerua në 62. Më 2 dhjetor 2008, kapaciteti i një llogarie individuale të SkyDrive u
përmirësua nga 5 GB në 25 GB dhe Microsoft shtoi një pikë hyrje të veçantë të quajtur
Windows Live Photos që i lejonte përdoruesit të hynte në fotot dhe videot e ruajtura në
SkyDrive.
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Kjo pikë hyrëse u lejoi përdoruesve të shtonin "People tags" në fotot e tyre, të shkarkojnë
fotot në galerinë e fotografive të Windows ose si një skedar ZIP, si dhe shikimin e meta të
dhënave Exif si informacioni i kamerës për fotot e ngarkuara. Microsoft gjithashtu shtoi
mundësinë që të ketë shfaqje të ekranit me ekran të plotë për fotografitë që përdorin
Silverlight.

SkyDrive u përditësua në versionin "Wave 4" më 7 qershor 2010, dhe shtoi mundësinë për
të punuar me Office Web Apps (tani i njohur si Office Online), me versionin. Në këtë
përditësim, për shkak të ndërprerjes së Windows Live Toolbar, gjithashtu u ndërpre aftësia
për të sinkronizuar dhe ndarë lidhjet e lidhura me të në mes të përdoruesve nëpërmjet
SkyDrive. Megjithatë, përdoruesit ishin ende në gjendje të përdorin Windows Live Mesh, i
cili zëvendësoi preferencat e mëparshme të Windows Live, për të sinkronizuar preferencat
e tyre në mes të kompjuterëve deri në ndërprerjen e tij në shkurt 2013. [17]

Në qershor 2010, përdoruesit e Office Live Ëorkspace, lëshuar në tetor 2007, [7] u
emigruan në Windows Live Office. Migrimi përfshinte të gjitha hapësirat ekzistuese të
punës, dokumentet dhe lejet e ndarjes. [8] Bashkimi i dy shërbimeve ishte rezultat i
vendimit të Microsoft për të bashkuar ekipin e saj të Office Live në Windows Live në janar
2009 [9], si dhe disa mangësi me Office Live Ëorkspace, i cili nuk kishte shikim të
dokumenteve të besnikërisë dhe nuk lejonte fotografi për t'u redaktuar nga brenda
shfletuesit. [10] Office Live Ëorkspace gjithashtu nuk ofroi bashkëpunimin offline dhe
funksionimin e bashkëautorimit - në vend të kësaj dokumentet u "kontrolloheshin" dhe
"kontrolloheshin", edhe pse shërbimi u integrua me SharedVieë për ndarjen e ekranit në
kohë reale.

Më 20 qershor 2011, Microsoft ka rishikuar ndërfaqen e përdoruesit për SkyDrive, ndërtuar
duke përdorur teknologjitë HTML5. Versioni i përditësuar përmbante caching,
përshpejtimin e harduerit, video HTML5, pamje të shpejta, rregullim më të pastër të
fotografive dhe lëvizje të pafundme. Microsoft gjithashtu dyfishoi limitin e madhësisë së
skedarëve nga 50 MB në 100 MB për skedar. Me këtë përditësim, Microsoft ka konsoliduar
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pikat e ndryshme hyrëse për SkyDrive, të tilla si Windows Live Photos dhe Windows Live
Office, në një ndërfaqe të vetme. Dosjet dhe dosjet e ndara me një përdorues, përfshirë ato
në grupet Windows Live, ishin gjithashtu të disponueshme në ndërfaqen e re. Më 29 nëntor
2011, Microsoft përditësoi SkyDrive për të bërë më të lehtë ndarjen dhe menaxhimin e
skedarëve, si dhe përditësimet HTML5 dhe të tjera. Ky përditësim gjithashtu u mundësoi
përdoruesve të shohin se sa ruajtje kishin (dhe sa kishin përdorur), një veçori që ishte hequr
në përditësimin e mëparshëm si pjesë e ridizajnimit.

Më 3 dhjetor 2011, Microsoft lëshoi aplikacione SkyDrive për iOS dhe Windows Phone, të
cilat janë në dispozicion në App Store dhe Windows Phone Store respektivisht. Më 22 prill
2012, Microsoft lëshoi një aplikacion desktop për SkyDrive për Windows Vista, 7 dhe 8, si
dhe macOS, duke i lejuar përdoruesit të sinkronizojnë skedarët në SkyDrive, ashtu si
Windows Live Mesh dhe të "marrin" skedarët në kompjuterin e tyre nëpërmjet shfletues
uebi. Përveç kësaj, SkyDrive gjithashtu siguroi hapësirë shtesë për blerje dhe reduktoi
hapësirën e lirë të ruajtjes për përdoruesit e rinj në 7 GB (nga 25 GB). Përdoruesit ekzistues
u ofruan një ofertë falas për të përmirësuar 25 GB hapësirë ruajtje të lirë. SkyDrive e
përditësuar gjithashtu lejoi fotografi deri në 2 GB në madhësi (të ngarkuar nëpërmjet
aplikacionit SkyDrive desktop). [13] Azhornimi solli edhe funksione të tjera të tilla si
aftësia e Open Document Format (ODF), shërbimet e shkurtimit të URL-ve dhe ndarjen e
drejtpërdrejtë të dosjeve në Twitter.

Microsoft u përfshi në një padi me transmetuesin televiziv britanik BSkyB për përdorimin e
fjalës "Sky", duke rezultuar në një vendim të Gjykatës së Lartë në qershor të vitit 2013 se
markë e shërbimit shkeli markën e BSkyB . Më 31 korrik 2013, në një komunikatë të
përbashkët mes BSkyB dhe Microsoft, u njoftua se ishte arritur një zgjidhje dhe si rezultat
emri i SkyDrive do të hiqet. BSkyB lejoi Microsoft të vazhdojë të përdorë markën "për një
periudhë të arsyeshme kohore për të lejuar një tranzicion të rregullt në një markë të re".
"SkyDrive" u riemërua "OneDrive" në shumicën e platformave më 19 shkurt 2014, pas një
njoftimi më 27 janar. Më 18 qershor 2015, Microsoft lançoi një dizajn të përmirësuar të
OneDrive për ëeb. Në vitin 2015, Microsoft hoqi planin e pakufizuar të magazinimit për
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paketat Home, Personal dhe University të Office 365, reduktimin e magazinës së lirë
OneDrive nga 15 GB në 5 GB dhe zëvendësoi abonimet e paguara në 100 GB dhe 200 GB
në një plan prej 1.99 dollarë në muaj për 50 GB. Këto ndryshime shkaktuan polemika të
mëdha me përdoruesit, disa prej të cilëve kërkuan Microsoft që të ndryshojë planet. Deri
më 21 nëntor 2015, në përgjigje të njoftimit të Microsoft-it më 2 nëntor, mbi 70,000 njerëz
kishin marrë në shërbimin zyrtar OneDrive për të shprehur shqetësimet e tyre. Sipas
Microsoft, këto ndryshime ishin një përgjigje ndaj njerëzve që abuzonin me shërbimin duke
përdorur OneDrive për të ruajtur rezerva PC, koleksionet e filmave dhe regjistrimet DVR.

2.2 Implementimi i Cloud deponive nëpër sisteme
2.2.1 Implementimi i Dropbox-it
Dropbox është një shërbim ruajtje cloud, që do të thotë që ju mund të kopjoni skedarët tuaj
në Cloud dhe t'i qaseni më vonë, edhe nëse jeni duke përdorur një pajisje tjetër. Dropbox
nuk do të kopjojë automatikisht të gjitha skedarët në kompjuterin tuaj nëse jeni në një plan
personal, kështu që do të duhet të caktoni dhe zgjidhni atë që dëshironi ta ruani. Pasi ta keni
bërë këtë, do t'i bëjë ato të disponueshme në Cloud nëse keni nevojë për to përsëri.
Ju mund ta provoni Dropbox falas duke nënshkruar një llogari bazë në faqen e saj të
internetit. Basic vjen vetëm me 2GB hapësirë ruajtëse, e cila është e mjaftueshme për të
filluar, por jo më shumë. Dropbox ka nivele të shumëfishta të paguara për llogaritë
personale, po ashtu. Dallimi më i madh mes tyre është sasia e ruajtjes që merrni.
Plus kushton 99 dollarë në vit ose 9.99 dollarë në muaj. Ai rrit kapacitetin tuaj të ruajtjes në
1TB. Tier më i lartë, Profesional, i’u mundëson ju deri në 2TB për dyfishin e çmimit të
planeve vjetore dhe mujore në Plus.

Procesi i implementimit dhe instalimit të Dropboxit në kompjuter
Nëse e keni vendosur që Dropbox është shërbimi i duhur i ruajtjes së cloudeve për ju, gjëja
e parë që duhet të bëni është të regjistroheni për një llogari. Nëse jeni i interesuar për një
plan të lirë, shkoni të dropbox.com dhe klikoni lidhjen në këndin e sipërm të majtë që thotë
"Get Dropbox Basic".
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Pasi ta bëni këtë, do t'ju kërkohet të shkruani emrin tuaj, adresën e emailit dhe fjalëkalimin.
Ju mund të përdorni një nga menaxherët tanë më të mirë të fjalëkalimeve për të krijuar një
fjalkalim të sigurtë. Ju gjithashtu mund të regjistroheni duke përdorur llogarinë tuaj në
Google.
Pas klikimit të butonit "Krijo një llogari", do të çoheni në një ekran që ju jep mundësi për të
shkarkuar Dropbox. Pasi ekzekutuesi të ketë shkarkuar, hapni atë dhe Dropbox do të
instalohet automatikisht. Zakonisht merr më pak se një minutë nga fillimi deri në fund.[14]

Kjo është e gjitha, tani keni një llogari dhe Dropbox është në kompjuterin tuaj, që do të
thotë që jeni vetëm disa sekonda larg duke lëvizur skedarët tuaj më të rëndësishëm në
ruajtjen Cloud.
Nëse doni të lëvizni skedarët e vjetër në Dropbox, lundroni tek ata në një dritare të dytë.
Sapo t'i keni gjetur ato, thjesht theksoni skedarin që doni të lëvizni, pastaj klikoni dhe
tërhiqni atë në dosjen tuaj të Dropbox.
Gjithashtu mund të kopjoni dhe ngjisni skedarët ose dosjet në Dropbox nëse gjeni më të
lehtë. Mund të marrë një ose dy sekonda për të transferuar skedarët në dosjen Dropbox.
Pasi të janë transferuar fajllat e vjetër, Dropbox do të shfaqë një ikonë blu në pjesën e
poshtme të majtë me shigjeta në të. Ikona do të thotë se po kopjon skedarin dhe e ngarkon
atë në re. Sapo të bëhet kjo, ikona do të kthehet e gjelbër dhe do të shfaqë një shenjë
kontrolli. Nëse dëshironi të transferoni disa skedarë në të njëjtën kohë, mbani shtypur ctrl
dhe klikoni në çdo skedar që dëshironi të lëvizni. Do ta dini se e keni bërë mirë nëse
skedarët që klikoni mbeten të theksuara. Pastaj, klikoni dhe tërhiqni një nga skedarët për të
zhvendosur të gjithë ata që përzgjidhen në dosjen Dropbox.[5]
2.2.2 Implementimi i Google Drive
Google Drive është një shërbim i lirë i magazinimit të bazuar në cloud që u mundëson
përdoruesve të ruajnë dhe të përdorin skedarët në internet. Shërbimi sync i ruan
dokumentet, fotot dhe më shumë në të gjitha pajisjet e përdoruesit, duke përfshirë pajisjet
mobile, tabletët dhe PC-të.
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Google Drive integrohet me shërbimet dhe sistemet e tjera të kompanisë, duke përfshirë
Google Docs, Gmail, Android, Chrome, YouTube, Google Analytics dhe Google+. Google
Drive konkurron me Microsoft OneDrive, Apple iCloud, Box, Dropbox dhe SugarSync. [4]

Si vepron Google Drive
Për të filluar me Google Drive, përdoruesi përfundimtar duhet të krijojë ose të hyjë në një
llogari Google. Pastaj, përdoruesi shkruan "drive.google.com" në shfletuesin e tij. Do të
shfaqet automatikisht "Drive ime", e cila mund të përmbajë skedarë dhe dosje të ngarkuara
ose të sinkronizuara, si dhe Google Sheets, Slides dhe Docs. Pastaj, përdoruesi mund të
ngarkojë fotografi nga kompjuteri i tij ose të krijojë skeda në Google Drive. Përndryshe,
përdoruesi i fundit mund të shkarkojë një aplikacion të Google Drive në një ose më shumë
pajisje. Një dosje e Google Drive do të shfaqet së bashku me dosjet e tjera në sistemin e
skedarëve të çdo pajisjeje. Dosjet që përdoruesi i shton një dosjeje janë të disponueshme
përmes një aplikacioni në internet të Google Drive ose dosjes së Google Drive në çdo
pajisje.

Figura 3. Google Drive për të gjitha pajisjet
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Kur përdoruesi përfundimtar krijon një skedar ose dosje, ai ose ajo bëhet pronari i saj sipas
parazgjedhjes. Pastaj, zotëruesi mund të kontrollojë nivelin e dukshmërisë (publik ose
privatisht të ndarë me llogaritë specifike të Google) dhe transferimin e pronësisë tek një
përdorues tjetër duke përdorur adresat e Gmail. Pronari gjithashtu mund të rregullojë lejet
për të dy dosjet dhe skedarët, duke përdorur nivele hyrjeje të tilla si "mund të redaktojnë",
"mund të komentojnë" dhe "mund t'i shikojnë".
Google Drive integrohet me disa aplikacione të jashtme të partisë së palës së tretë dhe të
palëve të treta që përdoruesit mund të shtojnë nga Dyqani i uebit i Chrome. Përdoruesit e
fundit mund të nënshkruajnë dokumente, të bëjnë tabela rrjedhëse, të ruajnë skedarë
muzikorë dhe të kryejnë detyra të tjera duke përdorur këto aplikacione. Për të shtuar një
aplikacion të palës së tretë, përdoruesit mund të klikojnë "Drive ime", "më shumë" dhe "të
lidhin më shumë aplikacione". Aplikacionet e palëve të treta janë të lira, por i ngarkojnë
tarifat e përdoruesve për të përdorur disa veçori. Funksioni i kërkimit të Google Drive
mund të rendit rezultatet sipas emrit të artikullit, llojit të skedarit, datës së modifikuar,
vendndodhjes, pronësisë dhe më shumë.
Që nga shtatori 2016, përdoruesit mund të bëjnë pyetje në gjuhën e natyrshme si "të gjetur
prezantimet e shitjeve të mia që nga maji i kaluar".
Funksioni i Qasjes së Shpejtë për aplikacionet Android, iOS dhe ueb përdor të mësuarit në
makinë për të parashikuar skedarët që përdoruesit duhet të kenë në bazë të aktivitetit të tyre
të Drive dhe modeleve të ditëve të punës. [4]
2.2.3 Implementimi i One Drive
Microsoft ka bërë shumë lehtë procesin e mundësimit të OneDrive për Biznes. Problemi
pastaj bëhet që shumë konsumatorë thjesht e kthejnë atë në dhe presin më të mirë. Faqja e
OneDrive për biznese të një përdoruesi krijohet herën e parë kur ata përpiqen të hyjnë në
faqe. Kjo mund të jetë mirë për përdoruesit e rinj në një kontejner ose për një mjedis të
gjelbërt, por zakonisht përmbajtja ekzistuese do të duhet të emigrohet ose dosjet lokale të
hard drive-it të ri-drejtohen për të siguruar një përvojë të përsosur për përdoruesit. Për të
migruar përmbajtjen, duhet të ekzistojë një faqe OneDrive for Business, kështu që duhet të
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planifikoni të përdorni një skript PoëerShell ose një mjet migrimi për të siguruar faqet e
para të sigurimit të OneDrive for Business, të cilat bëhen më mirë në valë / grumbuj.

Figura 4. Implementimi i OneDrive

Sinkronizimi - Një nga veçoritë më të fuqishme të OneDrive for Business është aftësia për
të sinkronizuar skedarët tuaj nëpër pajisjet tuaja dhe i keni në dispozicion për përdorim
jashtë linjë. Kjo kërkon përdorimin e klientit të sinkronizimit OneDrive for Business, i cili
ka disa gjëra që duhet të planifikohen, duke përfshirë:
•

Versioni - aktualisht ekzistojnë dy shije të klientit OneDrive for Business sync,
versionin standard (OneDrive.exe) dhe skedarët në kërkesë, e cila është e
disponueshme vetëm për kompjuterët që përdorin Update Autori i Autorit
(Windows 10 v1709 ose më vonë). Për makinat e përditësuara në versionin e duhur,
duhet të mendoni të aktivizoni skedarët në kërkesë, pasi ato ofrojnë më shumë
mundësi për të hyrë në skedarët OneDrive for Business dhe SharePoint pa pasur
nevojë t'i sinkronizoni të gjitha me kompjuterin e përdoruesit. Së fundi, sigurohuni
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që përdoruesit tuaj të mos përfundojnë me klientin e sinkronizimit të trashëguar
(Groove.exe) pasi ka pasur shumë çështje që janë zgjidhur që prej asaj kohe.
•

Vendosja - klienti i sinkronizimit është i para-instaluar me Windows 10, por do të
duhet të instalohet nëpërmjet përdorimit të shkarkimit / instalimit ose menaxhimit të
përdoruesit për makina të tjera. Për të përmirësuar përvojën për përdoruesit e fundit
dhe për të mundësuar kontrollet e përzgjedhura, ju rekomandojmë që të përdorni një
mjet si Menaxher i Konfigurimit të Sistemit Qendror (SCCM) për të vendosur
klientin e sinkronizimit në makinat e përdoruesit.

•

Sync (Sinkronizimi me pajisje)- procesi i sinkronizimit duhet të aktivizohet duke
klikuar butonin "Sync" ose në shfletuesin ose nëpërmjet klientit të sinkronizimit.
Aktualisht, kjo është një veprim i përdoruesit (dhe udhëzimet duhet të
komunikohen), por funksioni "i heshtur i sinkronizimit" (në previeë) duhet
përfundimisht të përdoret për të hequr këtë hap.

Shpërndarja. Një përfitim i madh i OneDrive for Business mbi pajisjet klasike të ruajtjes
së skedarëve është aftësia për të ndarë lehtë skedarët me përdorues të brendshëm ose të
jashtëm (të ftuar). Por, a doni që përdoruesit të shfrytëzojnë OneDrive for Business si një
terren për dosjet që duhet të ruhen në një vend më të pranueshëm - si një intranet
SharePoint apo një skuadër ekipore? Mos bërja e kësaj mund të bëhet problem kur një
përdorues largohet nga kompania dhe skedarët e rëndësishëm fshihen. Me këtë në mendje,
zakonisht ne rekomandojmë që OneDrive for Business të përdoret për skedarët "personalë"
dhe ato që kërkojnë bashkëpunim me një grup të vogël përdoruesish. Kur të finalizohet,
funksionet e ndërlidhura në "lëvizje" ose "kopjo" sigurojnë një mënyrë të lehtë për
përdoruesit që të lëvizin skedarët në vendin e duhur për t'u ndarë me një audiencë më të
madhe. Për të zbatuar këtë politikë, mund të doni të krijoni kontrolle në llogaritë OneDrive
for Business për t'i bllokuar përdoruesit të ndani me "këdo" ose me miq të huaj.[14]
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2.3 Sfidat e deponive në siguri dhe në sinkronizim
Dropbox - Mbrojtja e privatësisë dhe sigurisë së informacionit të përdoruesve të tij është
një përparësi kryesore për ne në Dropbox.

Cloud bën të mundur punën nga kudo, në çdo kohë, por mbajtja e gjithçkaje sigurtë dhe në
sinkronizim është një sfidë masive e softuerit. Dropbox, Google dhe Amazon duke ngritur
çmimet e tyre për shërbimet cloud do të shpresojnë të rezultojnë në më shumë kompani si
Microsoft dhe Apple duke bërë të njëjtën gjë; platformat cloud të të dy kompanive ofrojnë
më pak hapësirë për më shumë para çdo muaj.

Por me shërbime më të lira cloud, ne mund të shohim norma më të mëdha adoptimi të
shtyjnë kompanitë të përqëndrohen në optimizimin e infrastrukturës së tyre në re. Cloud
computing tashmë është duke tejkaluar ngarkesat e punës tradicionale të të dhënave, por
çmimet më të lira do të ndihmojnë cloud publik të bëhet gjithnjë e më pranë, duke u bërë
normë për të gjitha nevojat tona të magazinimit.

Sipas IDC, Dropbox zotëron 27% të tregut të konsumit për skedar-sinkronizimin dhe
shkëmbimin e dokumenteve, më shumë se Microsoft dhe Apple. Është gjithashtu shërbimi
më i popullarizuar i sinkronizimit dhe ndarjes së skedarëve që përdoret nga bizneset. Më
shumë se 100,000 organizata, duke përfshirë Hyatt, Under Armor dhe Spotify, paguajnë
15$ për punonjës në muaj për Dropbox for Business, ndërsa një pjesë e vogël e
konsumatorëve të saj paguajnë 99 dollarë në vit për shërbimin Pro. Vlerësimi ynë
konservativ i të gjithë atyre që paguajnë konsumatorët (duke supozuar pesë punonjës në
çdo biznes dhe 1% të konsumatorëve) vendos të ardhurat e Dropbox në afërsisht 450
milionë dollarë në vit. Dropbox ishte pothuajse magikisht e thjeshtë: Vendosni dosjen e
Dropbox në tavolinën e punës dhe thjesht duke zvarritur skedarët në të, ju mund t'i qaseni
papritmas nga kudo.
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Papritmas njerëzit kishin një mënyrë të lehtë për të shkëmbyer dokumente, duke përfshirë
llojin e dosjeve masive që do të bënin gjithçka nga Yahoo Mail në llogaritë e korporatave të
këmbimit. Kjo thjeshtësi ka nxitur Dropbox që atëherë. Tani është e integruar me më shumë
se 300,000 kompani dhe shërbime. Dropbox vjen preinstalled në laptopë, tableta, dhe
smartphones Android bërë nga Dell, HP, Sony dhe Samsung. Është një shërbim me një klik
në Slack, Shutterstock dhe Vimeo. Ndërsa nuk vjen preinstalled në produktet Apple, Apple
ka pasur një luftë të tillë me shërbimet e saj cloud që miliona klientët e saj mbështetet në
Dropbox.

Dropbox Pro gjithashtu do t'ju lejojë të fshini çdo fotografi të Dropbox nga një pajisje e
humbur ose e vjedhur duke ruajtur ato skedarë të njëjtë të mbështetur në repartin e
Dropbox, i cili do të jetë lehtësim për shumë njerëz që kanë shqetësuar ndonjëherë humbjen
e të dhënave të ndjeshme në një pajisje të gabuar.[10]

Google Drive - Shumë shqetësime janë ngritur për aftësinë e motorit të kërkimit për të
mbledhur informacion rreth jush dhe për ta përdorur atë për qëllime reklamimi. Megjithatë,
kjo nuk vlen për Drive for Ëork dhe shërbime të tjera të Apps Google. Kompania përpunon
të dhënat tuaja vetëm për të përmbushur detyrimet kontraktuale dhe definitivisht nuk i
shesin të dhënat tuaja palëve të treta.
Integrimi i palës së tretë të aplikacioneve nganjëherë mund të hapë një backdoor në
organizatën tuaj. Për të shmangur këtë, vlerësoni aplikacionet në lidhje me çfarë leje
kërkojnë dhe nëse keni nevojë vërtet për aplikacionin. Disa aplikacione kërkojnë leje të
caktuara për të kryer funksionin e tyre, prandaj vlerësoni me kujdes atë që jeni duke dhënë
akses dhe pse para se të vazhdoni.

OneDrive - Menaxhimi i magazinimit tuaj është sfida e parë. Pavarësisht nga Microsoft që
e rriti limitin e tyre origjinal nga 25 GB në një dajak 1TB vitin e kaluar, përpara se të rritet
përsëri në 'ruajtje të pakufizuar', kjo nuk tregon gjithë historinë. Kjo për shkak se ekziston
edhe një limit maksimal prej 20.000 dosjesh, i cili po fillon të pengojë shumë biznese.
Përderisa shumica ishin krejtësisht të rehatshme edhe me limitin e magazinimit prej 1TB,
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shumë prej tyre kanë krijuar dhe grumbulluar një numër të madh dosjesh gjatë viteve shpesh më tepër se 20,000.

Pra, përdoruesit e biznesit duhet të marrin në konsideratë dokumentet që ata vërtetë kanë
nevojë për të ruajtur në internet. Disa e konsiderojnë OneDrive si një zëvendësim të
drejtpërdrejtë për dosjen tradicionale të dokumenteve të mia dhe, sigurisht, është joshëse
për të ruajtur të gjithë punën tuaj në OneDrive for Business, veçanërisht me lidhjen me
bibliotekën tuaj të ulur atje në krye të faqes, gati për të ngarkuar ose krijuar dokumente të
reja. Por kjo kufizim prej 20,000 dosjesh vjen shumë më shpejt se sa mund të mendoni.

Mbani mënjanë kufijtë e ruajtjes, gjithashtu duhet të mbani mend se disa lloje të dhënash
thjesht nuk i japin hua OneDrive. Ky sistem është projektuar kryesisht për ndarjen e
dosjeve individuale në krahasim me produktet e bazës së të dhënave si Sage ose ndoshta
sistemi juaj CRM, për shembull. Gjithashtu, Excel spreadsheets me formula që lidhen me
fletore të tjera pune të ndara, nuk do të funksionojnë siç bëjnë në rrjetin tuaj lokal.[10]

2.4 Siguria e deponive për ruajtjen e të dhënave
Siguria e fajllave ka qenë një shqetësim kryesor i ruajtjes së cloudeve që nga fillimet e saj.
Derisa lajmi i programit të masave të mbikëqyrjes së Agjencisë së Sigurisë Kombëtare,
PRISM, u thye më 2013, ishte një aspekt që shumë ofrues cloud nuk i morën seriozisht. Në
krye të katastrofës së marrëdhënieve me publikun e PRISM, rritja e kërcënimeve të profilit
të lartë të krimit në internet, si sulmet në mes të njeriut, vjedhjet e ransomware dhe
fjalëkalimet, kanë rritur vetëdijen. Pavarësisht këtyre shqetësimeve dhe nevojës për një
imazh më të mirë publik, siguria është një fushë që këto tri memorie për ruajtjen e të
dhënave në cloud nuk përputhen saktësisht.[11]
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Figura 5. Siguria e Cloud shërbimeve
Siguria e magazinimit po bëhet përparësi kryesore, si në arkitekturën e IT të ndërmarrjeve
ashtu edhe në strategjitë e sigurisë së informacionit. Kompanitë tani e pranojnë se është
kritike për të mbrojtur të dhëna të ndjeshme, duke u mundësuar punonjësve të gëzojnë
performancën dhe fleksibilitetin e cloud. Ofruesit e magazinimit në cloud dhe ndërmarrjet
ndajnë përgjegjësinë për ruajtjen e ruajtjes së cloudeve. Ofruesit e ruajtjes së cloud ofrojnë
mbrojtje bazë për platformat e tyre dhe të dhënat që përpunojnë, autentifikimin e tillë,
kontrollin e qasjes dhe enkriptimin. Prej aty, shumica e ndërmarrjeve plotësojnë këto
mbrojtje me masa shtesë të sigurisë të tyre për të rritur mbrojtjen e të dhënave të cloud dhe
për të forcuar qasjen në informata të ndjeshme në re.[11]

2.4.1 Dropbox
Ju ndoshta mund të dalloni dobësitë në proces. Çdo herë që dërgoni të dhënat tuaja kudo në
internet, jeni duke marrë rrezikun. Për më tepër, është ruajtur në një kompjuter qendror që
nuk ke kontroll mbi. Kjo kërkon që ju të besoni në kompani për t'i trajtuar siç duhet të
dhënat tuaja.
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Pra është Dropbox duke bërë gjithçka në mënyrë të drejtë? Le të hedhim një vështrim në
procesin e tyre të sigurisë.

Klienti Dropbox (programi) është i instaluar në kompjuterin tuaj. Ky program është ajo që
krijon një lidhje të sigurt midis kompjuterit tuaj dhe serverëve të tyre.
Dropbox krijon të dhënat në kompjuterin tuaj në përgatitje për ta dërguar atë në internet
duke përdorur standardin SSL / TLS të industrisë me encryption 128-bit AES.
Të dhënat tuaja kopjohen në serverët e Dropbox dhe decrypted once it reaches destination.
Falë enkriptimit të kryer në hapin e mëparshëm, asnjë kërkues nuk do të jetë në gjendje të
lexojë të dhënat tuaja, pasi zmadhohet në internet.
Të dhënat tuaja pastaj kodohen përsëri për ruajtje me AES 256-bit. Kjo është për të
parandaluar hakerat të shohin të dhënat tuaja nëse është vjedhur nga serverat e tyre.
Të dhënat pastaj kopjohen nga serverët në pajisjet tuaja të tjera në internet. Përsëri, duke
përdorur SSL / TLS encryption.
Pasi në kompjuterin tuaj, të dhënat tuaja pastaj decrypted dhe ruhen në hard drive tuaj.

Cili është problemi me sigurinë e Dropbox?
E gjithë kjo encryption duket mjaft e sigurt. Pra, cili është problemi?
Çështja më e madhe e ngritur me shumicën e shërbimeve si Dropbox është se ju nuk jeni i
vetmi me qasje në të dhënat tuaja, pavarësisht nga të gjitha manovrat e skriptimit të
zbukuruar. Është në të vërtetë e mundur që Dropbox të decrypt manualisht dhe të shikoni të
dhënat tuaja ndërsa është në serverat e tyre. Kjo mund të çojë në disa çështje:

1. Një punonjës mashtrues Dropbox i cili vendos se dëshiron të dhënat tuaja
Me shqetësim minimal pasi shumë pak punonjës zakonisht kanë të drejtat e qasjes. Por
akoma, duhet të jeni të vetëdijshëm se është e mundur që të tjerët të shohin të dhënat tuaja.

2. Hakerët marrin dorën në çelësin tuaj të kodimit
Që nga Dropbox ruan çelësat për të gjithë përdoruesit e tij, është e mundur që një goditje e
bazës së të dhënave mund të rezultojë në çelësat e enkriptimit të të gjithëve duke u vjedhur.
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Nuk ka të ngjarë që ata ndoshta janë ruajtur larg nga të dhënat tuaja aktuale. Por ia vlen të
përmendet megjithatë.

3. Dropbox vullnetarisht zbulimin e informacionit tuaj për një palë të tretë
Ky është shqetësimi real. Pyetja është nëse kompanitë si Dropbox duhet të kenë të drejtën
t'i japin të dhënat tuaja.

Për shembull, Dropbox ka specifikuar tashmë se ata do të merrnin një thirrje nga zbatimi i
ligjit, ata me dëshirë do t'i dekriptonin të dhënat e tua dhe do ta dorëzonin atë. Dhe çfarë do
të ishit në gjendje të bënit për këtë? Ndoshta asgjë, edhe pse Kushtet e Shërbimit të
Dropbox-it specifikojnë që ju mbani pronësinë e plotë të të dhënave tuaja, ndërsa ruhet në
serverat e tyre.

Kjo nuk mund të ju bëjë shumë më shumë, sepse ndoshta nuk keni asgjë për t'u fshehur nga
policët. Por vlen të përmendet se asgjë që vendosni në Dropbox nuk është private. Sytë e
tjerë mund të shohin një ditë se çfarë vendosni atje.

Nëse jeni të interesuar për siguri më të lartë për skedarët tuaj, gjithmonë mund t'i kodoni të
dhënat tuaja duke përdorur një program tjetër si AxCrypt ose TrueCrypt para se të vendosni
në Dropbox. Për udhëzimet hap pas hapi shihni udhëzuesin tim AxCrypt. Përndryshe, ju
mund të përdorni një shërbim konkurrues si SpiderOak, i cili nuk ka aftësinë për të parë të
dhënat tuaja për sa kohë që jeni duke përdorur klientin e tyre të instaluar në kompjuterin
tuaj (nëse hyni në faqen e tyre për të hyrë në të dhënat tuaja atëherë serverët e tyre merrni
çelësin tuaj të kodimit).
2.4.2 Google Drive
Kërcënimet e sigurisë nuk vijnë gjithmonë nga jashtë organizatës. Google është një
kompani e madhe, dhe ia vlen të pyetet nëse mund t'i besohet të mbajë të dhëna në Drive
private.
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Përgjigjja, sipas kushteve të shërbimit, duket të jetë "po". Google thotë se nuk përdor të
dhëna Drive për qëllime marketingu, që do të thotë se kompania nuk po përdor atë që
ngarkon për të krijuar një profil marketingu prej jush. Ndërsa Google pretendon "një
licencë në të gjithë botën për të përdorur, strehuar, magazinuar, riprodhuar, modifikuar,
krijuar vepra derivative" nga të dhënat tuaja, kjo klauzolë ka për qëllim vetëm t'i japë
Google leje për të ofruar shërbime si Google Translate, i cili teknikisht krijon një punë
derivative. Paragrafi që i paraprin këtij seksioni thotë: "Ti ruan pronësinë e çdo të drejte të
pronësisë intelektuale që mban" dhe "ajo që ju takon mbetet juaji". [6][11]

Drive është një shërbim i ofruar nga Google, kështu që sigurisht do të thotë se është e lidhur
me llogarinë tënde të Google. Kjo mund të jetë një problem për njerëzit që merren me
sigurinë e tyre. Nëse dikush fiton akses në llogarinë tënde të Google, ata kanë qasje në atë
që është në Drive.

Le të themi, për shembull, që të lënë llogarinë tuaj të Gmail të regjistruar në kompjuterin
tuaj dhe të harroni të bllokoni Windows kur shkoni në drekë. Njerëzit e bëjnë këtë gjatë
gjithë kohës, dhe u jep të gjithëve që enden me akses jo vetëm në emailin tënd, por edhe në
Drive - dhe çdo gjë tjetër që bëni nëpërmjet Google. Disku nuk i regjistron automatikisht
përdoruesit pas një periudhe pasaktrimi, diçka që do të bënte një shërbim mjaft i sigurt.

Për kredinë e Google, megjithatë, kompania ofron vërtetim me dy faktorë dhe siguron
informacion identifikimi që ju lejon të shihni nëse ndonjë hyrje e fundit vjen nga një vend i
pazakontë ose ndodhi në një kohë të pazakontë. Gjithashtu mund të printoni një fletë të
legalizimit-dhe-pse-duhet të përdorni-it / code që mund të përdoret për të rifituar qasjen në
llogarinë tuaj nëse dikush kalon fjalëkalimin tuaj, futet në të dhe pastaj ndryshon
fjalëkalimin për diçka që nuk e dini.
Përderisa asgjë nuk është 100% e sigurtë, një llogari Google e siguruar nga autentikimi me
dy faktorë është e mjaftueshme për shumicën e përdoruesve. Me kusht që ata mos harroni të
dalë jashtë kur nuk e përdorin PC e tyre, natyrisht.

23

Llogaria e Google Drive e mbrojtur nga autentikimi me dy faktorë dhe një fjalëkalim i fortë
është mjaft i sigurt. Kjo nuk është e njëjtë si e paprekshme, por kjo do të thotë se kushdo që
dëshiron të dhënat në Drive tuaj do të duhet të përdorë masa të jashtëzakonshme për ta
fituar atë. Shumica prej nesh nuk mbajnë informacion veçanërisht të ndjeshëm në Drive,
dhe hakerat ndoshta nuk do të përdorin një shfrytëzim më parë të panjohur për të vjedhur
një koleksion të haiku të frymëzuar nga condiments (ose çfarëdo tjetër që keni në qafën
tuaj).
Nga ana tjetër, Drive nuk është mjaft i sigurt për përdoruesit që ruajnë informacion të
vlefshëm ose të ndjeshëm. Ju nuk duhet të strehoni të gjitha të dhënat tuaja financiare në
Drive, ose ta përdorni për të ruajtur recetë sekrete të BBQ-së me famë botërore, ose ta
përdorni për të ruajtur fotot nga udhëtimi juaj i fundit në Expo për argëtim të të rriturve.
Drive është e ndjeshme ndaj mashtrimeve që mund të ndikojnë në çdo llogari në internet
dhe mund të kompromentohen gjithashtu duke harruar të dilni jashtë.

Si funksionon siguria e Google Drive?
1. Para se të dhënat tuaja të largohen nga pajisja juaj, ajo krijohet duke përdorur
standardin TLS. Ky është i njëjti standard i përdorur për të koduar lidhjet e
shfletuesit tuaj për të siguruar (HTTPS) faqet e internetit. Ajo pastaj është ngarkuar
në Google.

2. Pasi të dhënat tuaja të arrijnë në Google, ajo bëhet e padekriptuar dhe ri-kodohet
duke përdorur 128-bit AES. Ndërsa nuk algoritmi 256-bit që shumica e shërbimeve
të tjera përdorin, kjo është akoma mirë. Kjo është bërë në fluturim përpara se të
dhënat të ruhen në të vërtetë, gjë që parandalon rrjedhjen e mundshme të të dhënave
të pakoditura në hard disqet e tyre të ngurta.

3. Çelësat e kodimit AES që u përdorën për të koduar të dhënat tuaja, atëherë, vetë,
janë të koduara me një grup rrotullues të çelësave master. Kjo shton një shtresë
tjetër sigurie duke kërkuar një grup të dytë çelësish të enkriptimit për të marrë të
dhënat tuaja.
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4. Ky proces thjesht ndryshohet kur një nga pajisjet tuaja merr të dhënat tuaja nga
Google.

Pikat kryesore të sigurisë:
▪

Vertetimi me dy faktorë (2FA)
Kjo është bërë një tipar i domosdoshëm. Fjalëkalimet janë vjedhur kaq lehtë këto
ditë që thjesht nuk mund ta bëjmë pa këtë veçori. Edhe nëse nuk po përdorësh
Google Drive, kjo duhet të aktivizohet në llogarinë tënde të Google. Shkoni këtu për
ta kthyer atë.

▪

Metadata gjithashtu është e koduar ndërsa ruhet
Jo vetëm të dhënat tuaja, por të gjitha të dhënat në lidhje me të dhënat tuaja janë të
koduara gjithashtu.

▪

Të dhënat tuaja janë të koduara kur zhvendosen brenda vendit
Në përgjigje të zbulesës së përpjekjeve spiunuese të NSA, Google filloi të krijonte
të gjitha të dhënat në tranzit në rrjetin e tyre të brendshëm. Kjo do të thotë që të
dhënat tuaja janë të koduara kur kalojnë mes qendrave të të dhënave të Google.

▪

Google Drive nuk është në përputhje me HIPAA
Për shkak se Google dëshiron të jetë në gjendje të shohë gjithçka që ju ngarkoni, ata
natyrisht nuk mund të pretendojnë pajtueshmërinë me HIPAA.

Të gjitha gjërat konsiderohen, Google duket të jetë duke bërë një punë shumë të mirë për të
mbajtur të dhënat tuaja të sigurta nga hakerat. Sigurisht që siguria është më e mirë sesa
përdoret nga shumica e shtëpive dhe bizneseve të vogla. Por siguria është vetëm gjysma e
tregimit. Po në lidhje me privatësinë e sendeve tuaja?[6][11][12]
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2.4.3 OneDrive
Megjithëse Microsoft Windows është platforma numër një për hakerët dhe kriminelët
kibernetikë, deri më tani OneDrive (i quajtur më parë SkyDrive) ka mbetur pa asnjë lëshim
serioz.

A do të thotë kjo se është më e sigurtë nga shërbimet që kemi mbuluar këtu? Jo me të
vërtetë, pasi asnjëri prej tyre nuk ka pësuar një shkelje të drejtpërdrejtë të të dhënave (në
vend të qasjes së komprometuar nga përdoruesit) që ka ardhur në vëmendjen tonë.

Pjesa më e madhe e shqetësimit të publikut përreth sigurisë OneDrive është në të vërtetë se
gabimet e përdoruesit gabim edhe një herë; lejet e gabuara për ndarjen e skedarëve dhe
pasiguria me fjalëkalim kryesisht. Në të vërtetë, skedarët nuk ndahen me njerëz të tjerë nëse
nuk i ruani ato në dosjen Publike ose zgjidhni të ndani ato.

Microsoft-u rezervon të drejtën për të skanuar skedarët tuaj për 'përmbajtje të pakëndshme'
(siç bën Apple iCloud) e cila mund të çojë në fshirjen e të dhënave dhe llogarinë tuaj. Kjo
është parë nga shumë prej tyre si një arsye për të kërkuar diku tjetër, pasi siguria e
skedarëve nuk mund të garantohet nëse ofruesi i përmbajtjes e konsideron të pahijshme.
Praktikat më të mira të sigurisë OneDrive përfshijnë të mësuarit e të gjitha shqetësimeve të
sigurisë që lidhen me qëllimet e biznesit. Le të mësojmë disa këshilla për biznesin, si dhe
praktikat më të mira personale të sigurisë OneDrive.
Ndërmarrjet po përshtaten shpejt me teknologjinë cloud dhe zgjedhin platformën Office
365 të re për të kryer bizneset e tyre. Ata fillojnë me MS Office Exchange Online dhe
marrin falas mjedisin OneDrive. Për bizneset që kanë bërë kalimin në OneDrive, mund të
ketë sfida për sigurinë e të dhënave, qeverisjen dhe pajtueshmërinë. Edhe pse OneDrive
siguron karakteristika të fuqishme të sigurisë, mund të ketë disa aktivitete të bazuara në
përdorues, të cilët i vënë të dhënat konfidenciale në rrezik të panjohur. Kjo është për shkak
se përdoruesit ngarkojnë disa dokumente të fshehta në cloud qoftë me dashje ose pa dashje
dhe ndajnë atë me të gjithë.
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Praktikat më të mira të sigurimit OneDrive për biznesin
Çfarë është OneDrive?
Kjo është një platformë cloud ku zyra e lidhur Ëord, Excel etj, fotografi janë ruajtur dhe
ruajtur. Në mbarë botën, një numër ndërmarrjesh i ruajnë dhe përpunojnë të gjitha të dhënat
e tyre përmes OneDrive. Ashtu si shkollat, kolegjet, spitalet dhe ofruesit e kujdesit
shëndetësor ruajnë informacionin e tyre HIPAA-HITECH në OneDrive. Kur të dhënat
rregullohen nga standardet ndërkombëtare të sigurisë, atëherë ekziston kërkesa për qëllime
të ruajtjes së të dhënave dhe mbrojtjes së të dhënave të reja dhe fizike. Kur të drejtat e
ëorkstation ndahen mes shumë përdorues, ky lloj skenari thyen plotësisht sigurinë
OneDrive. Për qëllimin e faturimit, Microsoft jep pajtueshmërinë e Nivelit 1 me PCI DSS.
Por për shqetësimet e sigurisë, Microsoft deklaron qartë se shërbimet MS Office 365 nuk
duhet të përdoren për ruajtjen dhe transmetimin e informacionit të mbajtësit të kartës. Kjo
nënkupton që OneDrive nuk duhet të përdoret nga ndërmarrjet për ruajtjen, transmetimin
ose përpunimin e të dhënave të mbajtësit të kartës. Ky është shenja më e mirë për praktikat
më të mira të sigurisë në OneDrive. Nëse është OneDrive ose OneDrive for Business,
faktorët e sigurisë mbeten unike vetëm me një qëllim; që është siguria e të dhënave Cloud
OneDrive.
OneDrive siguron një mënyrë për të ruajtur fotot, dokumentet dhe skedarët e tjerë. Aftësia
për të ruajtur skedarët tuaj në internet dhe për t'iu qasur atyre kudo është shumë i fuqishëm,
por në të njëjtën kohë mund të keni shumë informacione personale dhe private në ato
skedarë.
OneDrive ju jep prioritet privatësisë suaj dhe ne besojmë se është e rëndësishme që të
kontrolloni se kush mund dhe nuk mund të hyjë në të dhënat tuaja personale në cloud.

Dosjet që vendosni në OneDrive janë të fshehta për ju në mënyrë të paracaktuar, kështu që
OneDrive ju mundëson që të bëni ndonjë nga këto dosje të disponueshme për të zgjedhur
individët (ose të gjithë) vetëm nëse dëshironi. Përveç kësaj, ju mund të zgjidhni të lejoni të
tjerët të modifikojnë këto skedarë.
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Sa i përket sigurisë së të dhënave jashtë sferës snooping, ndërsa të dhënat janë të koduara
në transit duke përdorur SSL, ajo mbetet e pa koduar në pushim. Përveç nëse ju jeni një
përdorues i OneDrive for Business që nga fundi i vitit të kaluar Microsoft paraqiti
encryption sipas skedarit që kodon individualisht secili me një çelës unik; kështu që nëse
një kyç është komprometuar, do të hyjë vetëm në një dosje individuale sesa në tërë
dyqanin.

Të gjithë përdoruesit e OneDrive do të kenë qasje në verifikimin me dy hapa, gjë që më tej
mbron hyrjen përmes aplikacionit One Time Code ose mesazhin me tekst.

2.5 Implementimi(Rasti studimit)
2.5.1 Dropbox (Modeli i biznesit Freemium)
Dropbox është një shërbim i skedarëve me bazë SaaS (ndonjëherë i referuar si rezervë mbi
internet) që përdoret për ruajtjen dhe ndarjen e skedarëve. Ky shërbim është i
disponueshëm për platforma të ndryshme si Windows, Mac dhe Linux. Për më tepër, është i
arritshëm përmes disa pajisjeve si iPhone, iPad, Android, BlackBerry etj.

Modeli i biznesit
DropBox punon në një model biznesi freemium. Përdoruesit mund të krijojnë llogarinë e
tyre falas me DropBox dhe të përdorin veçoritë e tij të kufizuara dhe madhësinë e ruajtjes.
Përdoruesit duhet të marrin abonim të paguar në rast se duan të marrin më shumë hapësirë.
Fillimisht llogaria freemium i jep 2 GB hapësirë të lirë përdoruesve. Ekziston një kufizim
në ditë për 20 GB për llogaritë Pro dhe të Biznesit.
Së fundi, edicioni i kompanisë "Dropbox" është çmimi në bazë të një kompanie specifike.
Siç mund ta prisni, Dropbox shton më shumë funksione dhe mbështetje me klientët me çdo
nivel të paguar.

Ky model ka mundësuar rritjen e shpejtë të përdoruesve dhe rritjen e shitjeve për Dropbox.
Megjithëse shifrat e objektivave të shitjes 2016 tregojnë iluzion, të dhënat e vitit 2015
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treguan se përdoruesit aktivë të Dropbox ishin mbi 300 milionë, ndërkohë që norma e
shitjeve vjetore të shitjeve thuhet se eklipsonte 400 milionë dollarë.

Figura 6. Mënyra e funksionimit të Modelit Freemium

Disa statistika në lidhje me shkallën e Dropbox
➢ Të ardhurat arritën në 116 milionë dollarë në vitin 2012 në 216 milionë dollarë në
vitin 2014.
➢ Në janar 2014, Dropbox ngriti 250 milionë dollarë në një vlerësim prej 10 miliardë
dollarësh.
➢ Miliardë skedarë ruhen në Dropbox çdo 24 orë.
➢ Miliardë lidhje ndarëse janë krijuar me Dropbox.
➢ Mbi 500 milionë përdorues.
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➢ Instaluar në 250 milionë pajisje.
➢ Përdorur në 97% të kompanive Fortune 500.

2.5.2 Google Drive(Classroom)
Case Study: Përdorimi i Google Drive për klasë
"Më efikas se një mësues i mbingarkuar! Më e besueshme se një çantë mbartëse e
dokumenteve të papërpunuara! Të aftë që në të njëjtën kohë të kujdesshëm komentet e
pafundme nga studentët që punojnë shpejt! Shikoni! Në ekranin e kompjuterit! Është një
grumbullues! Është një pikë ndarëse! Është Google Drive!

Aplikacion falas i ofruar nga gjiganti i internetit me bazë në Kaliforni me shkathtësi dhe
organizim më befasues se disa edukatorë të kalitur prej shumë vitesh. Google Drive ... që
mund t'u ofrojë studentëve forma për të paraqitur komente, t'i bëjë dokumentet e studentëve
të arritshme lehtësisht në një vend dhe të cilat, të maskuara si mesatarja juaj, që nuk mund
të jenë të mrekullueshme, nuk e bëjnë këtë, ndihmon në krijimin e një angazhimi dhe klasa
efektive e nxënësve të aftë përmes teknologjisë së besueshme dhe efikase ".
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Figura 7. Mënyra e funksionimit të Google Drive me klasa

Në rregull. E di se kjo tingëllon e butë, por parodi e mësipërme pasqyron në mënyrë të
përkryer eksitim dhe entuziazëm në konceptimin e planit tim të fundit të mësimit të Gjuhës
AP. Është pikërisht si u ndjeva. Edhe pse unë kam përdorur Google Drive në klasë për dy
vitet e fundit, suksesi i fundit dhe thjeshtësia e detyrave të fundit të nxënësve të mi më kanë
shtyrë të identifikoj një superhero në Studio 113. Dhe nuk është aspak mua.
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Për të patur sukses në seksionin falas të provimit, studentët thjesht duhet të shkruajnë më
shumë dhe të pranojnë kritika konstruktive. Krejt sinqerisht, me fat jam kthyer në një sërë
eseshësh të klasës brenda dy javësh, dhe kjo është duke menduar që unë të klasifikohet për
orë të tëra në fundjavë. Më duhej një plan sulmimi që do të nxjerrë në pah dhe qartësojë,
njëherë e përgjithmonë, dobësitë e shkrimit të çdo nxënësi. Kjo strategji do të na lejonte të
hapnim semestrin e dytë me një grup të saktë të të dhënave që do të identifikonte fushat ku
mësimet e mia dështuan gjatë semestrit të parë, duke zbuluar çdo plan të paracaktuar, të
semestrit të dytë, që kërkon ristrukturim të menjëhershëm.

Kështu që i kërkova studentëve të Gjuhës AP të shkruajnë një ese analitike, një
argumentuese dhe një sintezë në tre javët e fundit para festave të dimrit. Unë i informova
ata se secili ese do të vlerësohej së paku dy herë dhe të gjitha komentet do të dorëzoheshin
nëpërmjet një formulari të ngulitur të Google në faqen time të mësuesit. Për t'i mbajtur
shkrimtarët dhe vlerësuesit e kolegëve anonim, i kam caktuar secilit nxënës një numër. Me
dy klasa të gjuhës AP dhe me rastësinë e numrave, studentët nuk kishin idenë e autorëve të
gazetave.

2.5.3 OneDrive(OneDrive Business)
Case Study: Projekti - Lightspeed Communications & Electrical
Si pjesë e një projekti më të madh për Lightspeed Communications & Electrical, Torque IT
emigroi sistemin e ruajtjes së skedarëve në OneDrive, i cili u dha përdoruesve qasje të
largët dhe sigurime të sigurta jashtë site-it.

Fushëveprimi i Projektit
▪

Sigurohuni që të gjitha skedarët të jenë të formatuara mirë dhe të gatshëm për
transferim

▪

Migrojeni skedarët ekzistues në magazinimin cloud të OneDrive

▪

Vendosni OneDrive me sinkronizim skedari për secilin përdorues

▪

Vendosja e aksesit jashtë skedarëve në skedarë për secilin përdorues
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▪

Mbështetni përdoruesit për të mësuar se si të përdorin OneDrive

▪

Zgjidhjet e siguruara

▪

Torque IT lehtësoi migrimin e sistemit të skedarëve në vend të sistemit Lightspeed
Communications & Electrical në një sistem skedari jashtë-site me OneDrive duke
përdorur abonimin ekzistues Office 365.

Si pjesë e migrimit Torque IT së pari kontrolloi të gjitha skedarët ishin format të saktë dhe
do të transferoheshin në OneDrive pa asnjë problem.

Përfitimet e projektit
Lightspeed Communications & Electrical tani janë në gjendje të hyjnë në menyrë të
menjëhershme në dosjen e tyre në zyrë dhe në distancë siç kërkohet me backup-in jashtë
site-it për tepricë.

Zbatimi i OneDrive si pjesë e sistemeve kompjuterike të Lightspeed Communications &
Electrical ndihmon në përpjekjet e tyre për t'u bërë më pak të varur nga hardueri i serverit
fizik të mirëmbajtjes së lartë.

Rezultatet e Projektit
Torque IT ngriti çdo përdorues me akses në magazinën e tyre OneDrive dhe i siguroi secilit
përdorues trajnimin e nevojshëm për të përdorur sistemin në mënyrë efektive.

Projekti u përfundua në kohën e duhur, duke i dhënë të gjithë vëmendjen e nevojshme në
detaje. Torque IT shikon përpara për një marrëdhënie të vazhdueshme me Lightspeed
Communications & Electrical.

Është e rëndësishme të vizatoni një dallim midis OneDrive dhe OneDrive for Business. Nga
perspektiva e përdoruesit, pamja dhe ndjenja e OneDrive dhe OneDrive for Business janë
identike, por ato janë të ndryshme në mënyra kyçe.
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OneDrive është një shërbim personal i ruajtjes së cloudeve për njerëzit që të ruajnë dhe
shpërndajnë në mënyrë të sigurt dosjet e tyre dhe t'i qasen ato nga çdo pajisje. OneDrive for
Business gjithashtu siguron ruajtjen dhe ndarjen online, por është projektuar me biznesin në
mendje. Për shembull, të dhënat janë të koduara në pushim, si në nivelin e skedarit dhe në
disk. Integrimi i fuqishëm dhe veçoritë bashkëautoruese në ndihmën e OneDrive for
Business sjellin ekipet së bashku për të ndarë dhe për të bashkëpunuar në punë. Shumë
funksione bashkëpunimi dokumentesh, si miratimi i përmbajtjes dhe rrjedhat e
dokumenteve, janë të disponueshme, si dhe integrimet me rrjetet sociale të kompanisë si
Yammer.

Figura 8. Arkitektura e implementimit të OneDrive dhe OneDrive për biznesë
E rëndësishmja, OneDrive for Business u jep administratorëve një sistem të fuqishëm të
sigurisë, auditimit dhe raportimit. Cilësimet e konfigurueshme për administratorët
përfshijnë:
▪

Nuanced lejet e përdoruesit.

▪

Kontrollet e jashtme të ndarjes së skedarëve

▪

Llojet e skedarëve të skedarit të parazgjedhur
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▪

Cilësimet e sinkronizimit.

▪

Cilësimet e njoftimit.

▪

Kërkesa për Menaxhimin e të Drejtave të Informacionit (IRM).

2.6 E ardhmja në platformën Onedrive, Google Drive dhe Dropbox
Në vitet e fundit është folur shumë për cloud computing dhe ruajtjen e të dhënave në Cloud,
si Microsoft Azure, Amazon Web Services dhe Google Cloud.
Pothuajse çdo gjë në botën digjitale është e lidhur me cloud në një farë mënyre apo tjetër përveç nëse ruhet në ruajtje lokale për arsye sigurie. Ndërsa gjigantët e teknologjisë dhe
startupët gjejnë mënyra të reja për të organizuar, përpunuar dhe paraqitur të dhënat, cloud-i
do të bëhet një pjesë gjithnjë e më integruese e jetës sonë.
Sistemet Cloud Computing të gjeneratës së ardhshme kanë për qëllim të bëhen më të
ambientuar, të përhapur dhe gjithandejduke pasur parasysh tendencat në zhvillim të
infrastrukturës së shpërndarë, heterogjene dhe ad hoc cloud dhe të ndërlidhurarkitektura
kompjuterike.
"E ardhmja e cloud computing do të paraqesë më së shumti një kombinim të produkteve të
softuerit të bazuar në cloud dhe në lokalet llogaritet për të krijuar një zgjidhje hibride IT që
balancon shkallëzueshmërinë dhe fleksibilitetin e lidhur me cloud dhe sigurinë dhe
kontrollin e një qendre private të të dhënave.

Në tregun aktual të cloud-it, përfitimet e shfrytëzimit të infrastrukturës së një ofruesi të ri
cloud mund të jenë të dobishme në shumë mënyra. Struktura e kostos funksionon si një
shërbim i cili siguron një model të shpenzimeve operative pa kosto infrastrukturore.

Aftësia për të shkallëzuar shpejt punon mirë për kompanitë me kërkesa të larta rritjeje. Me
këto përfitime vijnë disa kufizime. Përvoja juaj është e kufizuar nga shpejtësia dhe
besueshmëria e lidhjes suaj të internetit që mund të ndikojë në biznesin tuaj.
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Cloud gjithashtu paraqet shqetësime shtesë të sigurisë në një botë ku privatësia e të dhënave
është gjithnjë e më e prekshme. Ndërsa kompanitë kanë kuptim të asaj që është në
dispozicion të tyre dhe shitësit kryesorë të teknologjisë përshtatin modelet e tyre të biznesit
për të lejuar modele fleksibël të pagesave të konsumit për të blerë në infrastrukturën e
lokaleve, ekuilibri midis teknologjisë së re dhe në shtëpinë duhet të gjejë balancën.

Elementi i ndryshueshëm i kësaj të ardhme Hybrid IT dhe përdorimi më imponues për
cloud do të jenë kompanitë softuerike që ofrojnë produktet e tyre vetëm si zgjidhje cloud që
do të diversifikojnë nevojat e reja të klientit për platforma të shumta bazuar në shitësit e
tyre të preferuar të softuerëve. [14]
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3

DEKLARIMI I PROBLEMIT

Disa nga problemet që hasim në këto teknologji janë:
▪

Ofrimi i deponis së ruajtjes së të dhënave,

▪

Sinkronizimi i fajllave,

▪

Privatësia,

▪

Siguria e të dhënave dhe

▪

Shpërndarja e të dhënave me të tjerët.

1. Cila nga këto deponi (Cloud Storage) na ofron çmime me të lira dhe hapsirë më të
madhe për ruajtje të të dhenave?
2. Cila nga këto deponi na ofron sinkronizim me të shpejt të dhenave?
3. Cila nga këto deponi na ofron shpërndarjen e të dhënave më të mirë me të tjeret?
4. Cila nga këto deponi na ofron siguri dhe privatësi më të mire të dhënave?
5. Cila prej deponive preferohet të përdoret dhe pse?
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4

METODOLGJIA

Tema që ne kemi pasur është një temë e cila duhet material i shumtë për ta punuar. Eshtë
një rast i mirë kur ne zgjerojmë njohurit tona edhe në fusha tjera si p.sh, tek shërbimet apo
deponite online. Aq shumë ka material sa që po të vendosim të tërë materialin do na mirrte
kohë shumë. Fokusimi jonë ka qenë hulumtimi, mbledhja e informacioneve të sakta lidhur
me këtë temë.
Ne e dimë që procedura metodologjike përbëhet nga disa faza të caktuara dhe shumicën e
rasteve kemi disa veprime themelore si:
•

Formulimi i problemit hulumtues(kërkimor)

•

Definimi teorik i dukurisë që ështe subjekt hulumtimit

•

Hipotezat kërkimore

•

Mbledhja e të dhënave

•

Shpjegimi shkencor dhe verifikimi i hipotezave

E dimë që të dhënat i ndajmë në primare dhe sekondare, dy llojet e të dhënave janë të
rëndësishme për nxjerrjen e informacioneve. Në këtë temë të dhënat primare nuk ka pasur
sepse nuk kemi mundur që të dalim në terren, por kemi përdorur të dhënat sekondare, ku
jemi bazuar në disa Ëeb Faqe që kanë qenë adekuate për të dhënat që ne kërkonim.
Gjithashtu është perdorur edhe metoda sasiore, që përmes publikimve, revistave, librave
shkencore ka sherby si baz në këtë temë. Ndërsa si metod krahasusese, janë idenfitikuar
KPI (Key performance indicatior), dhe janë krahasur në mes platformave duke ju
pergjegjur problemit dhe pyetjeve hulumtuese.
Këtu kemi përmendur edhe hipotezat të cilat janë supozim i bazuar shkencëtarisht për
tiparet ende të panjohura të lendës së hulumtimit të cilat duhet vërtetuar.
Të gjithë këto veprime jemi munduar të realizojmë sepse puna shkencore karakterizohet me
faktin se duhet të përmbajë diçka më origjinale, autentike, të zbuluar nga kërkimet e
nevojshme me organizime të denja dhe serioze.
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5

REZULTATET

5.1 Deponite sipas cmimev dhe hapsires se ruajtes se të dhenave
DropBox: Një nga gjërat që qëndron në lidhje me Dropbox është fleksibiliteti i saj. Për
përdoruesit individualë, të dy opsionet e abonimit ju japin 1TB hapësirë ruajtjeje. Dropbox
Basic ju jep 2GB hapësirë të lirë, e cila është një nga planet më pak bujarë për ruajtjen e
cloudeve.[18]

Plans:
Month-to-Month Cost:
Annual Cost (by Month):
Cloud Storage:

Dropbox Basic
Free
Free
2GB

Dropbox Plus
$9.99
$8.25
1TB

Dropbox Professional
$19.99
$16.58
1TB

Tabela 1. DropBox Çmimet
GoogleDrive: Ofron një mundesi shumë të mire pasi qe ne cdo llogari Gmail, tashmë keni
15GB hapësirë të lirë të magazinimit në Google Drive. Kjo është një nga planet më të
bujshëm të ruajtjes së të dhenave në dispozicion, edhe nëse magazinimi ndahet midis
Google Drive, Google Photos, Google Calendar dhe Gmail.
Ju mund të merrni 1TB të ruajtjes së Google Drive për 9,99 $, me çmim të njëjtë si
Dropbox Plus. Google zgjeron fleksibilitetin e planit të çmimeve me më shumë opsione
abonimi, duke filluar nga 100GB për $ 1.99 në muaj deri në 30TB për 299 $. Pagesat
vjetore me zbritje janë gjithashtu në dispozicion.

Plan
Price
Plan

15GB 100GB 1TB
Free
$1.99
$9.99
month monthly monthly
ly
Storage 15 GB 100 GB 1000
GB
Details Free
Annual Annual
plan.
Discoun Discoun
t: 16%
t: 17%

2TB
$19.99
monthly

10TB
$99.99
monthly

20TB
30TB
$199.99 $299.99
monthly monthly

2000 GB

10000
GB
Annual
Discount:
n/a

20000
GB
Annual
Discoun
t: n/a

Annual
Discount:
n/a

30000
GB
Annual
Discoun
t: n/a

Tabela 2. Google Drive Çmimet
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OneDrive: Planet OneDrive përfshijnë një ofertë falas prej 5GB hapsire të ruajtjes se të
dhenave.

Plan
Price Plan

Storage
Details

Free
Free
monthly

5 GB

50GB
$1.99
monthly
$23.88
yearly
50 GB

1TB
$6.99
monthly
$69.99
yearly

5TB
$9.99
monthly
$99.99
yearly

1000 GB
5000 GB
Comes ëith Office Comes ëith Office
365 Personal.
365 Home.

Tabela 3. OneDrive Çmimet
Dropbox është një nga deponite me ofertat me të keqija në ruajtjen e të dhenave, të paktën,
nëse kërkon vetëm kosto dhe gigabajt, ndersa Google Drive dhe OneDrive ofrojnë vlera të
mira, por për arsye të ndryshme. Google Drive ka plane me çmime të shumëfishta, duke
përfshirë planin 100GB për $ 1.99, ndërsa planet e Microsoft Office 365 janë ndër
marrëveshjet më të mira në ruajtjen e të dhenave, sepse përfshirjne edhe ofertat e Microsoft
Office 365 Personal dhe Home.[18] Poashtu nese regjistrohesh për një plan të Google Drive
me 1TB, automatikisht do të rimerresh 2TB deponi oferte e cila shumkend i ofron lehtesim
ne cmim. Pra mund të themi se Google Drive është ofertuesi me i mire dhe me i lire ne
treg.[18]

5.2 Deponite sipas sinkronizimit të të dhenave
DropBox: Themeluesi i Dropbox, Dreë Houston, shpiku modelin e sinkronizimit që
zakonisht përdoret nga shërbimet e deponive tjera për ruajtjen e të dhenave. Ashtu si idetë
më të mëdha, koncepti është i thjeshtë, duke u mbështetur në një folder të veçantë të
vendosur në sistemin e skedarit të kompjuterit tuaj. Fajllat e ruajtur në këtë dosje ruhen në
hard diskun tuaj dhe në deponin ne internet. Klientet e desktopit janë ne dispozicion për
Windows, Mac dhe Linux, ndersa për për smartphone janë në dispozicion për Android, iOS
dhe Windows Phone.
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Modeli i dosjes së sinkronizimit është i thjeshtë dhe shumica e ofruesve të ruajtjes e
imitojnë atë, por Dropbox mbetet përpara lojës me transferimin e skedarëve në bllok. E
vetmja kohë që skedarët e plotë transmetohen është kur ata janë shtuar së pari në dosjen e
sinkronizimit. Kur bëhen redaktime për këto skedarë, vetëm ato redaktime kopjohen duke
thyer skedarët në blloqe 4MB.
Teorikisht, rezultati i transferimeve të nivelit të bllokut është sinkronizimi më i shpejtë dhe
që mbart në testime, me redaktimet e skedarëve që ngarkojnë dhe shkarkojnë me shpejtësi
që tejkalojnë shumicën e ofruesve të ruajtjes.
Sinkronizimi ne Dropbox nuk është vetëm i shpejtë, por më i besueshëm. Emrat e
dokumenteve nuk përzihen dhe dosjet nuk zhduken. Dropbox kryen deduplikimin e skedarit
në nivelin e bllokut, duke llogaritur një hash SHA256 për çdo bllok dhe duke e krahasuar
atë me hashat që tashmë janë ruajtur në deponi.
Sinkronizmi funksionon mirë për skedarët e vegjël dhe të mëdhenj pavaresisht madhesis se
skedareve për aq kohë sa ato ngarkohen nëpërmjet klientit tuaj desktop ose aplikacionit ne
telefona të mencur. Ndersa dosjet e ngarkuara përmes ueb faqes së internetit janë të të
specifikuara deri ne 20GB.
Sinkronizimi është jashtëzakonisht i dobishëm, por fakti që kërkon ruajtjen e skedarëve
lokal do të thotë që nuk do të kursesh hapësirë ne hard drive. Keshtu qe dropbox ofron një
shërbim siq është "selective sync" e cila ju lejon të fikni sinkronizimin për dosjet dhe
skedarët për t'i bërë ato të disponueshme vetëm kur jeni në internet. Gjithashtu një prej
shërbimeve qe ofron dropbox është edhe “Smart Sync” apo sinkronizim i mencur poashtu i
shpikur nga dropbox. [18]

Google Drive: Sinkronizimi i Google Drive e përdor modelin e shpikur nga Dropbox, duke
krijuar një dosje të lidhur me internet në sistemin tuaj të skedarëve. Klientët e Desktopit
janë në dispozicion për Windows dhe macOS, por jo për Linux.
Qasja në distancë në Google Drive është e mundur duke përdorur një nga aplikacionet më
të mira të ruajtjes së të dhenave ne internet për Android. Ka edhe një aplikacion për iPhone
të Google Drive, pavarësisht nga konkurrenca midis Google dhe Apple në tregun mobil.
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Skedaret e google drive editojn sinkronizimin më ngadalë se sa është e nevojshme, sepse
Google Drive nuk është në gjendje të kopjëve të skedarëve të nivelit të bllokut sikurse është
Drop Box.
Dosjet e reja të shtuara në dosjen e sinkronizimit ngarkohen shpejt, por, nganjëherë, ne
kemi dashur të presim disa minuta për skedarët - skedarë të vegjël - për t'u shfaqur në
aplikacionin në internet. Ankesat e konsumatorëve për këtë çështje tregojnë se nuk është e
izoluar, me shumë që sugjerojnë se problemi do të përkeqësohet kur të depozitohen më
shumë skedarë.
Google Drive nuk ka një funksion të krahasueshëm me sinkronizimin e mençur të Dropbox,
por ka sinkronizim selektiv për t'ju ndihmuar ne hapsire të lire ne hard disk. Gjithashtu një
shërbim i mir i sinkronizimit të të dhenave është ngadalsimi i shpejtesis se ngarkimit dhe
shkarkimit të të dhenave ne internet, gje e cila na nevojitet për të mos shfrytzuar internetin
ne maksimum ne menyr qe të perdorim njëkohsisht me aplikacione tjera.
Google Drive ka një avantazh mbi Dropbox dhe OneDrive që nuk është saktësisht
sinkronizim, por që ruan fajllat si një backup file. Me backupin google drive mund të
procesoj se cilet fajlla duhet të ngarkohet nga desktop ne deponit online. [18]

One Drive: Çdo perdorues i Windows 10 ju ofrohet dosja e sinkronizimit. Funksionon si
çdo dosje tjetër sinkronizimi: hidheni përmbajtjen në të për ta dërguar atë ne deponine
online dhe të sinkronizuara. Klientet e desktopit qe janë ne dispozicion nga One Drive janë:
Windows dhe Mac Os ndersa Linux nuk supportohet.
Për redaktimet e skedarëve, OneDrive ka sinkronizim në nivel bllok për llojet e skedarëve
të Microsoft. Llojet e tjera të skedarëve kopjohen plotësisht kur bëhen ndryshime.
Gjithashtu one drive ofron edhe sinkronizimin selektiv qe mund të konfigurohet duke
përdorur ne preferencat e applikacionit.
Sipas të dhenave qe shfaqen keto deponi ne sinkronizimin e të dhenave Drop Box ofron
mundesin me të mire dhe me të shpejte të ruajtjes se të dhenave, pasi qe ruajn të dhenat ne
blloqe si dhe ofrojn “smart sync”. Ndersa ne rend të dyte mund të themi se dhe One Drive
redaktimin ne blloqe të fajllave to Microsoft. [18]
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5.3 Deponitë sipas shpërndarjes së të dhënave
DropBox: Fajllat e ruajtur ne dropbox mund të shpërndahen duke perdorur faqen e webit.
Cdo fajll dhe folder ka butonin për të shpërndar me të tjeret. Pasi deshiron të besh share një
fajll apo folder gjenerohet një link për të shpërndare me tjeret. Kur të klikojn ne linkun
anetart tjer ather edhe ato kane qasje ne të dhenat tuaja qe keni shpërndar. Poashtu dropbox
ofron mundesin e vetëm qasjes se të dhenave pa mundur të ndryshojne të dhenat. Dropbox
ka disa funksione për të kontrolluar aksesin nga të tjeret. Ato perdorin fjalëkalime dhe datat
e skadimit të linqeve dhe mundësinë për të çaktivizuar shkarkimet(doënloads).
Karakteristikat janë të disponueshme vetëm me Dropbox Professional.
DropBox poashtu ka faqen për të shikuar dhe mundesuar editimin e linqeve qe kemi bere
për të shpërndar fajllat ose follderet me të tjeret. [18]

Google Drive: Google Drive ka funksione të dopta ne lidhje me shpërndarjne e të dhenave
me të tjeret. Ne Google Drive mund të gjenerosh linqe për folderet ose fajllat dhe të lejosh
editimin, komentet ose të kontrollosh perdoruesit a tij linku. Një funksion qe ofron google
është qe mund të lejosh qasje ne baz të adreses email, ne vend qe të gjenerosh një link për
ato fajlla ose folder. Gjithashtu ofron edhe ndalimin e shkarkimeve nga anetaret tjer si dhe
ofron parandalimin e shtimit të anetareve të rinj nga personat tjer editues. Tjeter dobsi e
Google Drive është qe nuk mund të shikosh linqet e shpërndara me të tjeret por vetëm
linqet qe janë shpërndar për ju. [18]

OneDrive: OneDrive ka karakteristika të sigurta të ndarjes së skedarëve që Google Drive
nuk i ka dhe, ndryshe nga Dropbox, nuk kërkon një abonim prej 20 dollar në muaj për t'iu
qasur atyre. Poashtu edhe one drive mundeson të lejosh aksesin duke përdorur adresat e
emailit ose duke gjeneruar një link të përbashkët. Fjalëkalimet dhe datat e skadimit mund të
shtohen kur krijoni linqe për të kufizuar qasjen. Ekziston një funksion për të lejuar
redaktimet nga të tjeret. Për të mbajtur gjithçka në rregull, mund të rishikoni linqet e
shpërndara nga ju si dhe linqet e shpërndara ng ate tjeret për ju, duke përdorur faqen
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“shared” të OneDrive në internet. Dhe një dobesi e dropbox është qe nuk ofron kufizimin e
shkarkimeve të fajllave ose folldereve.

Mungesa e karakteristikave të fjalëkalimit dhe datave të skadimit për ndarjen e skedarëve
është një nga dobësitë më të mëdha të Google Drive, ndersa ato tjerat e ofrojne kete
mundesi.
DropBox është një nga deponite e vetme qe duhet të abonohemi qe të kemi të gjitha
funksionet e shpërndarjes se të dhenave ne dispozicion, por nuk do të thote qe i kemi të
gjitha funksionete e shpërndarjes me pages.
Përfshirja e fjalëkalimeve të linqeve të gjeneruar dhe datat e skadimit për të gjithë
abonentët OneDrive është një arsye e cila është ne favor nga dy deponit tjera. [18]

5.4 Deponite sipas siguris dhe privatësis se të dhenave
DropBox: Encryption në tranzit mbron të dhënat që transferohen në internet. Dosjet e
Dropbox që janë në transit mbrohen me TLS duke përdorur së paku AES 128-bit. Ne
shpjegojmë si në abetaren tonë të sigurisë së re.
Dosjet e ruajtura në repartin e Dropbox-it janë të koduara në pjesën tjetër duke përdorur
encryption 256-bit AES. Ky është një protokoll i ndryshëm i enkriptimit sesa ai i përdorur
në transferimin e skedarëve sic ishte AES 128-bit, gjë që tregon një problem serioz me
Dropbox. Kompania i dekripton fajllat apo follderat pas mbërritjes në qendrat e saj të të
dhënave, pastaj i kripton ato përsëri.
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Figura 9. Arkitektura e DropBox-it
Lajm i mirë është se një çelës encryption AES, qoftë 128 ose 256 bit, do të merrte një super
kompjuter me miliarda vjet për të dekriptuar. Kjo është arsyeja pse shumica e problemeve
ne deponite online rezultojnë ne vjedhjet e fjalëkalimeve. Për të mbrojtur kundër kësaj
dukurie, nuk është e mjaftueshme për të krijuar një fjalëkalim të fortë por vetëm duke
perdorur 2FA, siguri e cila është shumë e perdorshme koheve të fundit, e cila perdoret si
konfirmim i kyqjes se perdoruesit. Për Dropbox, ky kredencial është një kod sigurie me
gjashtë shifra i dërguar me ane të mesazhit me tekst. Gjithashtu mund të përdorësh një
aplikacion ne smartphone sic janë: Google Authenticator ose Duo Mobile.
Ransomware është një sulm i komplikuar dhe më se shpeshti kane targete skedarët në hard
drivin tuaj. Dropbox nuk kryen skanime aktive për ransomware-in, keshtu qe po të
korruptohen të dhenat ne harddrive ato do të ngarkohen në deponin online si të korruptuara.
Dropbox ka menduar për kete problem dhe ka ofruar funksionin për të ruajtur gjendjet e
mëparshme të skedarëve për 30 ditë në një llogari Dropbox Plus dhe 120 ditë në Dropbox
Professional. [18]
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Google Drive: Google Drive kripton skedarët gjatë tranzitit duke përdorur protokollin
kriptografik TLS për të parandaluar përgjimin në internet. Skedarët e Google Drive janë të
koduara me AES 128-bit ndersa gjate lëvizjes janë të enkriptuara me 256-bit SSL/TLS.
Po ashtu Google ofron shërbimin e 2FA për kyqje ne deponi. Pasi të jetë aktivizuar ky
shërbim, për cdo identifikim të userit duhet të merret një kod nëpërmjet teksteve ose
aplikacioneve ne smartphone sikurse është edhe ne dropbox.
Nga ana tjetër, ndërsa Dropbox kripton skedarët në pjesën tjetër duke përdorur AES 128bit, Drive Google përdor 256-bit. Nuk ka rëndësi se cila është përdorur, megjithatë, pasi të
dy janë të pa thyeshme në çdo kuptim praktik. Ashtu si Dropbox edhe Google Drive tërheq
të dhëna shtesë(metadata) për indeksimin e skedarëve.
Google Drive trajton versionin e skedarëve. Pra google drive ju lejon të shihni të gjitha
ndryshimet e bëra ndonjëherë në një folder dhe të riktheheni në ndonjë gjendje të
mëparshëme. Me versionin pa limit, ransomware nuk duhet të paraqesë kurrë një rrezik
serioz për dosjet e Google Docs.
Ndersa fajllat apo follderet mbahen deri në 100 versione apo gjendje të meparshme, por
vetëm për 30 ditë. Kjo do të sigurojë një mbrojtje nga ransomware, por mund të mos jetë e
mjaftueshme. [18]
Ndoshta aspekti më shqetësues i Google Drive janë çështjet e privatësisë. Midis tyre është
se termat dhe kushtet e Google lejojnë që kompania të skanojë folderet tuaj ne deponine
online, si dhe posten tuaj Gmail. [12]
Këto skanime mund të përdoren për të gjetur dhe hequr përmbajtje të paligjshme, duke
përfshirë skedarët që janë të mbrojtur me të drejtat e autorit, si filmat dhe muzika. Ata
gjithashtu përdoren për të mbledhur informacione për ju, të cilat Google përdor për
marketing të synuar.

OneDrive: Dosjet janë të enkriptuara në transit duke përdorur TLS me AES 256-bit.
OneDrive gjithashtu mbështet 2FA, për të mbrojtur kundër vjedhjes së fjalëkalimeve. Ju
mund të merrni kodin e sigurisë me tekst, email ose aplikacionin mobil OneDrive.
OneDrive poashtu ofron edhe file versioning apo versionet e mëparshme mbahen vetëm për
30 ditë dhe nuk ka asnjë mundësi për të zgjeruar atë ne me shumë ditë.
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Duke pare qe OneDrive nuk enkripton të dhenat ne deponin e tyre ather ky është një rrezik
I mundshem i vjedhjes se të dhenave, ndersa Google Drive ka një aspect edhe me
shqetesues ku ne kushtet dhe termat e perdorimit lejon qe google të skanoj fajllat dhe
folderet tuaj. Ndersa dropbox nuk ka ndonjë të mete ne siguri edhe me heret ka pasur ne
leshimin e sigurise ne fjalkalime, andaj për momentin DropBox ofron siguri me të larte të
privatësis dhe sigurise se të dhenave. [18]

5.5 Deponia më e mire për tu përdorur
OneDrive është një shërbim i mrekullueshëm dhe Google Drive është i paçmuar në sajë të
lidhjes së tij me aplikacionet Google si Docs. Megjithatë, kur kërkoni shërbimin më të mirë
të mundshëm të ruajtjes së të dhënave, Dropbox i mposhtë të gjitha. Aplikacioni i saj
desktop është i lehtë për t'u instaluar dhe sinkronizohet më shpejt se konkurrenca, ndërsa
aplikacionet e saj mobile ofrojnë skanimin më të mirë të dokumenteve dhe mbështetjen e
palës së tretë të aplikacioneve. Dropbox tashmë punon me një numër të madh të
aplikacioneve që ju tashmë keni në pajisjen tuaj mobile dhe kontrolli i lejeve ju lejon të
zgjidhni me lehtësi ato që kanë akses.
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6

DISKUTIME DHE PËRFUNDIME

Në botën që po jetojm sot, gjithnjë e më shumë njerëz ruajnë gjithnjë e më shumë të dhëna,
ekziston një nevojë e madhe për ruajtje më të madhe të te dhenave në internet. Çdo ditë
qindra miliona njerëz marrin fotografi, bëjnë video dhe dërgojnë tekste. Pra këto të dhëna
zakonisht i ruajn nëpër flash drive(USB) të ndryshëm të cilët përmbajn të dhëna shumë të
rëndëshishme personale por më e keqja është se flash drive mund të djeget apo edhe
humbet plotësisht, një problem tjeter që mund të haset është edhe kur vendoset një USB në
kompjuter ai nuk e njeh atë, ose nëse kompjuteri përmban një virus mundë të ndodh që të
dhënat tuaja nga USB të fshihen përgjithmon prandaj me disqet Cloud ju mund ti ruani të
dhënat tuaja në mënyrë shumë më të sigurtë.
Rekomandimet pas shqyrtimit të përformancave të këtyre deponive të nxjerrura nga kjo
temë janë që sa më shumë të ruhemi apo të largohemi nga disqet fizike dhe të kalojm në
disqe cloud të cilat janë më të sigurta si dhe më leht të kemi në qasje në të dhënat tona. Kur
është fjala për ruajtjen në cloud, madhësia ka rëndësi, veçanërisht nëse kërkon një vend për
të ruajtur dhe ndarë fajlla të mëdhenj. Çdo konkurrent ka plane magazinimi dhe çmime që
mund të përmirësohen përtej mundësive të tyre të ruajtjes falas, por le të fillojmë me atë që
mund të merrni pa paguar asgjë:
▪

Google Drive: 15GB hapësirë të lirë me një llogari Google (kjo përfshin ruajtjen e
Gmail).

▪

Dropbox: 2GB hapësirë të lirë me një llogari Dropbox Basic (mund të fitoni më
shumë hapësirë të lirë).

▪

OneDrive: 5GB hapësirë të lirë me një llogari Microsoft.
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Figura 10. Ruajta e të dhenave ne vite (ZetaByte)
Google Drive, Dropbox dhe OneDrive të gjitha bëjnë një punë të shkëlqyer të ruajtjes së të
dhënave në Cloud dhe të gjithë e bëjnë këtë në një mënyrë shumë të ngjashme. Përtej kësaj,
është me të vërtetë në lidhje me veçoritë shtesë që ju nevojiten.
Nuk ka asgjë që të thotë se nuk mund t'i përdorni të tre shërbimet as ta ndani ngarkesën e
punës me mendjet e secilit. Për shembull, mund të përdorni OneDrive për të bashkëpunuar
me ekipin tuaj në Microsoft Office, për të ruajtur fotot dhe mediat e tjera në Google Drive
dhe për të mbajtur Dropbox si opsion për ruajtje të besueshme për gjithçka tjetër.
E ardhmja e cloud computing do të paraqesë më së shumti një kombinim të produkteve të
softuerit të bazuar në cloud dhe në lokalet llogaritet për të krijuar një zgjidhje hibride IT që
balancon shkallëzueshmërinë dhe fleksibilitetin e lidhur me cloud dhe sigurinë dhe
kontrollin e një qendre private të të dhënave.
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