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Descrizione 
AG Access Gateway Componente dell’interfaccia verso l’InfoBroker Individuale 
Sanitario (IBIS) e IBSE in generale 
ASL Azienda Sanitaria Locale A volte chiamate AUSL o USL 
CART Cooperazione Applicativa  L'infrastruttura CART è la piattaforma di cooperazione 
Regione Toscana applicativa degli Enti di Regione Toscana. Il CART è 
compatibile con le specifiche SPCoop emesse dal CNIPA 
CNIPA Centro Nazionale 
per l’Informatica 
nella Pubblica 
Amministrazione 
Opera presso la Presidenza del Consiglio per l’attuazione 
delle politiche per l’Innovazione e le Tecnologie. Ha 
recentemente cambiato nome in DigitPA.  www.cnipa.gov.it 
ebXML 
(ISO15000) 
Electronic 
Business XML 
Standard di UN/CEFACT e OASIS, adottato da ISO per 
l’interoperabilità tra aziende (ISO 15000). Comprende: 
ebXML CPPA (Collaboration Protocol Profile and 
Agreement), ebXML MS (Messaging Services), ebXML RIM 
(Registry Information Model), ebXML RS (Registry Services 
Specification), ebXML BPSS (Business Process 
Specification Schema), ebXML CC (Core Component). 
www.ebxml.org 
FSE Fascicolo Sanitario 
Elettronico 
Contiene la storia clinica di un paziente. Personale sanitario 
autorizzato può accedervi elettronicamente, 
indipendentemente dalla sua locazione fisica 
HL7 Health Level Seven Standard XML per lo scambio di informazioni cliniche e 
amministrative. La versione corrente è la 3. www.hl7.org 
ICAR Interoperabilità e 
Cooperazione Applicativa 
fra le Regioni 
ICAR (Interoperabilità e Cooperazione Applicativa fra le 
Regioni) è un’azione interregionale per il coordinamento 
dello sviluppo nelle regioni della cooperazione applicativa 
secondo le specifiche SPCoop. Avviata come progetto nel 
2006, ha definito e implementato un modello condiviso di 
infrastruttura territoriale sperimentato in 7 ambiti applicativi. 
www.progettoicar.it 
IBIS InfoBroker Individuale 
Sanitario 
Registry distribuito degli eventi sanitari. Componente 
principale di IBSE 
IBSE Infrastruttura di Base della 
Sanità Elettronica 
Insieme delle componenti, specifiche e policy che 
realizzano l’infrastruttura di Sanità Elettronica Italiana, 
supportandone i processi funzionali 
IdPC Identity Provider del 
Cittadino 
Progetto di Regione Lombardia: infrastruttura per 
supportare l’identificazione degli utenti al momento della 
richiesta di accesso ai servizi web che gli enti mettono a 
disposizione. L'infrastruttura è dotata di un sistema di 
autenticazione federata che integra l’erogazione di servizi 
web ai cittadini mediante Carta Regionale dei Servizi (CRS) 
OMAR Object, Metadata and 
Artifacts Registry 
La piattaforma OMAR, sviluppata da freebXML, implementa 
le specifiche ebXML Registry, v.3.0, di OASIS 
RBAC Role-based Access 
Control 
Sistema di controllo d’accesso basato su ruoli 
SOA Service-Oriented 
Architecture 
Service-Oriented Architecture (SOA) è una tipologia di 
architetture software nella quale i nodi della rete rendono 
disponibili risorse come servizi indipendenti cui i partecipanti 
alla rete possono accedere in modo standardizzato. Pur 
essendo legata nel suo sviluppo ai Web Services, 
un’architettura SOA può essere implementata anche con 
altre tecnologie. Vantaggi: loosely coupled (accoppiamento 
lasco) che permette l’interoperabilità di applicazioni senza 
tenere conto dei dettagli tecnici implementativi delle singole 
applicazioni. 
SPAGIC Ambiente di sviluppo Insieme di strumenti orientati alla progettazione, 
realizzazione, implementazione e monitoraggio delle 
infrastrutture ESB aderenti al paradigma SOA 
SPICCA Sistema Pubblico di 
Interoperabilità e 
Cooperazione della 
Campania 
Spicca definisce le modalità tecniche e operative per 
realizzare, erogare e gestire i servizi ai cittadini, imprese e 
istituzioni consentendo l'interoperabilità 
SPCoop Sistema Pubblico di 
Cooperazione 
Specifiche per la cooperazione applicativa per la PA 
Italiana, sono gestite da DigitPA. Vedi www.digitpa.gov.it 
UDDI Universal Description 
Discovery and Integration 
Componente Registry per le tecnologie web services. E’ 
standardizzato da OASIS. http://uddi.org/ 
UML Unified Modeling 
Language 
Linguaggio di modellazione non proprietario, mantenuto da 
OMG (www.omg.org). Può essere utilizzato per la 
modellazione software, hardware e di processi. Consente di 
creare dei profili che estendono l’espressività. UML è nato 
dall’unione di alcuni tra i migliori linguaggi di progettazione 
(Booch, OMT, OOSE). www.uml.org 
WS Web Services Un Web Service è una specifica di protocolli e standard 
aperti utilizzati per scambiare dati tra applicazioni, 
permettendo quindi di implementare un’architettura SOA. 
Applicazioni software scritte in linguaggi di programmazione 
diversi ed eseguiti su piattaforme diverse, possono usare 
tecnologie basate su web service per scambiarsi dati via 
rete.  
XML eXtensible Markup 
Language 
XML è un linguaggio estensibile, sviluppato da W3C, XML è 
un sottoinsieme semplificato di SGML (Standard 
Generalized Markup Language), lo standard internazionale 
che definisce le regole per scrivere markup language. 
Vedi: www.w3.org/XML/ 
 
 
 
Introduzione 
Il progetto Infrastruttura del Fascicolo Sanitario Elettronico (InFSE) 
del Dipartimento per l'Innovazione e le Tecnologie della Presidenza 
del Consiglio dei Ministri e del Dipartimento ICT del CNR, ha 
l'obiettivo di proporre un'infrastruttura a supporto del Fascicolo 
Sanitario Elettronico (FSE). Tale infrastruttura deve essere 
interoperabile a livello nazionale nel rispetto delle regole di 
cooperazione del Sistema Pubblico di Connettività (SPC), e deve 
consentire la valorizzazione delle soluzioni tecnologiche e 
organizzative già adottate o in fase di adozione nelle diverse regioni: 
l’obiettivo infatti è quello cercare di massimizzare il riuso di tali 
soluzioni, minimizzando quindi gli interventi integrativi necessarii 
per la realizzazione dell’infrastruttura nazionale del FSE. 
Nella prima parte di questo documento verranno presentate le 
funzionalità che l’infrastruttura nazionale del FSE deve supportare, 
ponendo particolare attenzione ai componenti dell’infrastruttura di 
interoperabilità di SPC (SPCoop) necessari. Verranno poi riportati i 
risultati della verifica di esistenza e dello stato di avanzamento dei 
servizi SPC presso i diversi ambiti regionali, prestando particolare 
attenzione ai componenti SPC individuati, evidenziando lo stato di 
realizzazione di ogni singola soluzione e le eventuali difformità 
riscontrate rispetto alle specifiche rilasciate dal CNIPA (ora DigitPA).  
 
1. Infrastruttura del FSE  
Lo studio effettuato ha come obiettivo l’integrazione di un modello 
dell’infrastruttura del Fascicolo Sanitario Elettronico (FSE) nei contesti 
regionali, interoperabile a livello nazionale e nel rispetto delle regole di 
cooperazione del Sistema Pubblico di Connettività (SPC) a partire dalla 
valorizzazione delle soluzioni tecnologiche e organizzative già adottate 
o in fase di adozione in ambito regionale. 
Il modello architetturale dell’infrastruttura tecnologica del FSE deve 
essere rispondente alle seguenti esigenze progettuali: 
• consentire la localizzazione 1 e la disponibilità 2
• fornire meccanismi per supportare adeguatamente i processi 
sanitari  
 delle informazioni 
sanitarie  
• essere adatto a supportare la natura federata e decentralizzata del 
Sistema Sanitario Nazionale 
• essere basato su standard aperti e sulle nuove tecnologie per 
l’Internet del Futuro 
• consentire una facile integrazione con i sistemi informativi (sistemi 
legacy) e le infrastrutture preesistenti in maniera tale da renderli 
interoperabili 
• presentare caratteristiche di scalabilità e modularità, che 
consentano uno sviluppo incrementale e distribuito 
• fornire caratteristiche di affidabilità elevate che rendano 
l’infrastruttura priva di single-point-of-failure  
• fornire adeguate caratteristiche prestazionali in termini di 
accessibilità ai documenti e dati sanitari 
• garantire un elevato livello di sicurezza 
• essere basato sul Sistema Pubblico di Connettività (SPC) 
• essere conforme alle direttive del Garante della Privacy in materia di 
riservatezza e accesso ai dati costituenti il FSE (Del. n. 8 del 5 
marzo 2009). 
                                                          
1 I dati devono risiedere nelle strutture dove sono prodotti. 
2 Disponibilità dei dati in ogni luogo del territorio 
 
Il FSE di un cittadino può essere visto come una composizione di tutti i 
documenti socio-sanitari inerenti al suo stato di salute. L’infrastruttura 
del FSE deve garantire la consultazione di tali documenti, e anche la 
possibilità di gestire l’evoluzione temporale dello stato sia dei documenti 
sia dei processi sanitari. 
1.1. Architettura multilivello dell’Infrastruttura tecnologica del FSE  
L’Infrastruttura tecnologica del FSE è basata su un’architettura multi-
livello orientata ai servizi SOA (Service Oriented Architecture). Tale 
architettura è mostrata in Figura 1.  
Nel livello inferiore, Fabric (connectivity layer), è posta la parte delle 
infrastrutture tecnologiche del SPC per la fornitura dei servizi di 
connettività e interoperabilità di base (cooperazione operativa tra le 
Pubbliche Amministrazioni mediante busta eGov). Nel dominio 
applicativo del FSE, per “evento” s’intende un documento elettronico 
digitalmente firmato relativo a un qualsiasi episodio collegato alla salute 
del cittadino (per esempio, ricovero ospedaliero, referto, ecc.). 
Il livello intermedio, Middleware (component layer),  è costituito dalle 
componenti dell’infrastruttura del FSE.  
Il livello superiore, Application (business layer), definisce i servizi di 
supporto ai processi sanitari quali, per esempio, l’eprescription, la 
prenotazione di una visita specialistica, ecc. 
    Figura 1. Infrastruttura per il Fascicolo Sanitario Elettronico 
L’infrastruttura InFSE disporrà inoltre di meccanismi di notifica efficiente 
degli eventi sanitari, al fine di garantirne un corretto e tempestivo 
delivery a tutti gli utenti interessati e autorizzati. 
Il modello d’implementazione dei servizi deve essere di tipo distribuito 
con logiche di controllo decentralizzate. La realizzazione di una simile 
infrastruttura garantisce scalabilità, disponibilità, affidabilità e 
ottimizzazione delle prestazioni (eliminazione dei colli di bottiglia). 
L’infrastruttura decentralizzata prevede che ogni ente, Regione o ASL, 
fornisca parte delle risorse di elaborazione e di rete necessarie per 
realizzare un sistema che apparirà come un unico sistema.  
 Figura 2. Modello logico di accesso alle informazioni del FSE 
1.2. Componenti di base dell’ Infrastruttura tecnologica del FSE 
Lo sviluppo del modello tiene in considerazione quanto già proposto e 
realizzato per IBSE (Infrastruttura di Base per la Sanità Elettronica) (con 
particolare riferimento alla rete degli Infobroker IBIS) e delle 
sperimentazioni e progetti effettuati da alcune Regioni italiane (cap. 3 
per dettagli). Lo studio e l’analisi delle varie realtà ha portato alla 
definizione di componenti base definiti in dettaglio e di seguito  riportate 
in Figura 3. 
 Figura 3 - Componenti principali FSE 
1.2.1. Interfaccia di Accesso 
Componente che funge da interfaccia all’infrastruttura del FSE ed è 
presente in ogni nodo regionale e locale. L’Interfaccia di Accesso è il 
componente che gestisce tutte le interazioni con i sistemi legacy, 
permettendo al dominio locale di interagire con altri domini attraverso 
l’infrastruttura del FSE.  
1.2.2. Gestore dei Documenti 
Il Gestore dei Documenti deve memorizzare in maniera persistente, 
affidabile e sicura i documenti creati da un utente autorizzato a ogni 
occorrenza di un evento sanitario di un assistito. Tale memorizzazione 
deve avvenire all’interno di opportuni repository, localizzati presso i nodi 
locali o regionali. È fondamentale che questi componenti siano ad alta 
affidabilità e che siano in grado di conservare i documenti sanitari 
garantendone disponibilità, consistenza e non ripudio dei dati. 
Si noti che l’attuale legislazione farebbe propendere per una 
memorizzazione sui nodi locali. Tuttavia requisiti di alta affidabilità 
(disponibilità h24, no single-point-of-failure) richiederebbero meccanismi 
di replicazione dei dati. 
1.2.3. Registro Indice Federato 
Il Registro Indice Federato è un componente per la memorizzazione di 
metadati che specificano l’ubicazione di ogni documento sanitario 
nell’ambito dei diversi repository. In aggiunta, la metadatazione dei 
documenti prevede informazioni per la gestione dello stato del 
documento stesso. La struttura dei metadati è definita da un modello 
informativo opportunamente verticalizzato per il dominio sanitario. Ogni 
volta che un documento sanitario è generato o ne viene modificato lo 
stato, il Registro Indice Federato viene automaticamente aggiornato. 
Il Registro Indice Federato è un componente distribuito e federato 
secondo una logica peer-to-peer. La federazione di registri offre una 
serie di vantaggi, quali la scalabilità, l’affidabilità, la possibilità di 
effettuare query federate e ottenere prestazioni di qualità più elevata.  
Ogni singola Regione può prevedere la presenza da uno a più registri 
collegati tra di loro, ma è preferibile che solo uno di questi (nodo 
regionale), che funge da registro super-peer, sia esposto dalla Regione 
all’interno della federazione nazionale.  
Questo componente infine prevede la presenza di specifici wrappers per 
l’integrazione dei registri legacy preesistenti. 
1.2.4. Gestore Gerarchico degli Eventi  
Il Gestore Gerarchico degli Eventi effettua il routing e la notifica degli 
eventi sanitari a tutti gli attori interessati. Il modello adottato è il  
publish/subscribe basato su broker.  
La gestione degli eventi nell’Infrastruttura del FSE si estende su una 
vasta area geografica: ciò comporta una soluzione di tipo distribuito del 
sistema di notifica degli eventi. Il broker deve quindi necessariamente 
essere distribuito e decentralizzato, ossia realizzato attraverso una 
federazione di broker locali. Gli utenti possono accedere al sistema 
attraverso qualsiasi broker e, in generale, ogni broker mantiene solo un 
sottoinsieme di tutte le sottoscrizioni agli eventi. Ogni nodo regionale o 
nodo locale completo deve prevedere l’esistenza di un nodo broker, 
mentre tale componente può essere assente su un nodo locale assistito. 
Allo scopo di rendere più efficiente la gestione e la notifica degli eventi, 
viene adottato un modello gerarchico di classificazione degli eventi per 
semplificare notevolmente le operazioni di sottoscrizione degli insiemi di 
eventi di interesse, nonché la notifica stessa. 
L’interoperabilità con soluzioni esistenti basate sul modello IBIS (Info 
Broker Individuale Sanitario) è garantita da semplici operazioni di 
collegamento tra le relative componenti di brokering degli eventi, oltre 
che, ovviamente, dei registri indice. 
1.2.5. Gestore Politiche di Accesso 
Il Gestore Politiche di Accesso deve consentire a un utente di 
identificarsi mediante meccanismi di identificazione debole e/o forte e, 
successivamente, di autenticarsi. In particolare, i meccanismi di 
identificazione debole devono consentire un accesso limitato ai 
documenti rispetto a quelli di identificazione forte. 
In aggiunta, tale componente definisce le politiche secondo le quali è 
possibile accedere ai documenti sanitari. Tali politiche sono basate sul 
ruolo dell’utente e su ulteriori attributi (per esempio l’appartenenza a un 
gruppo), pertanto è necessario definire in dettaglio tutti i profili 
ammissibili per un attore (per esempio medico di medicina generale, 
farmacista, assistito, ecc.). Questo componente deve essere installato 
presso tutti i nodi regionali, che possono definire politiche di accesso 
differenti, e può essere federato con altri gestori dello stesso tipo o parti 
di esso (allo scopo di consentire, per esempio, l’identità federata). 
  
2. Sistema Pubblico di Connettività  
Il Sistema Pubblico di Connettività (SPC) è la rete che collega tra loro 
tutte le amministrazioni pubbliche italiane, consentendo loro di condividere 
e scambiare dati e risorse informative. 
 
Figura 4 - Architettura SPC  
Istituito e disciplinato dal Decreto legislativo del 28 febbraio 2005, n. 42, 
confluito a sua volta nel Codice dell'Amministrazione Digitale, viene definito 
come "l'insieme di infrastrutture tecnologiche e di regole tecniche per lo 
sviluppo, la condivisione, l'integrazione e la diffusione del patrimonio 
informativo e dei dati della pubblica amministrazione, necessarie per 
assicurare l'interoperabilità di base ed evoluta e la cooperazione applicativa 
dei sistemi informatici e dei flussi informativi, garantendo la sicurezza, la 
riservatezza delle informazioni, nonché la salvaguardia e l'autonomia del 
patrimonio informativo di ciascuna pubblica amministrazione". I principi di 
base sono: 
1. Sviluppo architetturale ed organizzativo atto a garantire la natura 
federata, policentrica e non gerarchica del sistema. 
2. Economicità nell'utilizzo dei servizi di rete, di interoperabilità e di 
supporto alla cooperazione applicativa. 
3. Sviluppo del mercato e della concorrenza nel settore delle tecnologie 
dell'informazione e della comunicazione. 
 Figura 5 - Entità coinvolte nell'architettura SPC 
Gli obiettivi del SPC sono: 
• Fornire un insieme di servizi di connettività condivisi dalle Pubbliche 
Amministrazioni (PA) interconnesse, graduabili in modo da poter 
soddisfare le differenti esigenze. 
• Garantire l'interazione della PA centrale e locale con tutti gli altri 
soggetti connessi a internet, nonché con le reti di altri enti, 
promuovendo l'erogazione di servizi di qualità per cittadini e imprese. 
• Fornire un'infrastruttura condivisa di interscambio che consenta 
l'interoperabilità tra tutte le reti delle PA esistenti. 
• Fornire servizi di connettività e cooperazione alle PA che ne facciano 
richiesta, per permettere l'interconnessione delle proprie sedi e 
realizzare cosi' anche l'infrastruttura interna di comunicazione. 
• Realizzare un modello di fornitura dei servizi multifornitore coerente 
con l'attuale situazione di mercato e le dimensioni del progetto 
stesso. 
• Garantire lo sviluppo dei sistemi informatici nell'ambito del SPC 
salvaguardando la sicurezza dei dati, la riservatezza delle 
informazioni, nel rispetto dell'autonomia del patrimonio informativo 
delle singole amministrazioni. 
 Figura 6 - Comunicazione tra porte di dominio 
2.1. SPC: requisiti del modello  
In questo paragrafo è riportata la definizione dei requisiti di un modello 
architetturale che consenta a diversi soggetti distribuiti geograficamente 
e collegati mediante il Sistema Pubblico di Connettività e Cooperazione 
(SPC) la condivisone o integrazione di servizi applicativi. In generale, la 
realizzazione di un sistema cooperativo comporta:  
• il collegamento tra i sistemi con una infrastruttura di rete sicura ed 
affidabile, definito dall’infrastruttura di connettività del SPC 
• la definizione di formati standard per lo scambio di informazioni fra 
sistemi eterogenei (protocolli e dati) 
• la disponibilità di servizi di base per la gestione dell’accesso alle 
funzionalità offerte dai sistemi (ricerca, pubblicazione, descrizione 
delle modalità di accesso ai servizi applicativi resi disponibili) 
• la definizione di politiche di sicurezza che consentano di rendere 
affidabile l’intera infrastruttura. 
Nel modello dell’architettura si dovrà tener conto delle applicazioni 
preesistenti (legacy) definendo una architettura modulare di riferimento 
che permetta al tempo stesso di ottenere funzionalità di cooperazione 
spinta e di preservare autonomia e peculiarità dei singoli sistemi 
interconnessi. 
Il modello logico di riferimento di SPC è rappresentato in Figura 7. Le 
infrastrutture informatiche dei diversi Enti sono viste come insiemi di 
servizi applicativi di due tipi: quelli interni che non necessitano di 
interazioni e quelli esterni che invece devono partecipare al dominio di 
cooperazione. L’interfaccia tra il dominio dei servizi applicativi delle 
amministrazioni ed SPC è la porta del dominio dei servizi. Tale 
elemento logico espone funzioni standard nei confronti di SPC e può 
cambiare l’interfaccia verso i servizi applicativi esposti da 
un'amministrazione (lato interno della porta). Per poter garantire 
l'interazione ogni dominio di servizi può utilizzare entità con funzioni di 
adattatore allo scopo di rendere disponibili i servizi già attivi. 
 
 
Figura 7 - SPC: Modello logico di riferimento 
2.2. SPCoop: definizione e componenti 
Il CNIPA ha pubblicato nell’ottobre 2005 un set di documenti che 
costituisce il riferimento tecnico per la cooperazione applicativa fra le 
amministrazioni pubbliche e che, unitamente alle specifiche della busta 
e-Gov, ha delineato compiutamente il quadro tecnico-implementativo 
del Sistema Pubblico di Cooperazione (SPCoop). Questi documenti, 
indicati nella bibliografia in sezione 4, contengono riferimenti a: 
• Licenza d’uso dei documenti di specifica: Descrive i termini di 
utilizzo del nuovo set di documenti SPCoop e le condizioni di 
applicazione di tali termini; 
• Quadro tecnico d’insieme: Documento di inquadramento generale 
delle nuove specifiche SPCoop e guida alla lettura dei documenti di 
dettaglio; 
• Specifiche della busta e-gov: struttura che consente 
l’incapsulamento del messaggio di richiesta/risposta di dati clinici 
da inviare tramite le porte di dominio; è suddivisa logicamente in 
due parti: una parte che contiene informazioni infrastrutturali, più 
una parte di contenuto dipendente dall’oggetto dell’interazione; 
• Porta di dominio: struttura utile a fornire metodi per l’interazione coi 
servizi applicativi esposti dalle singole amministrazioni e a 
“colloquiare” tra di loro nel caso di richieste di dati clinici; 
• Accordo di servizio: definisce le prestazioni del servizio e le 
modalità di erogazione/fruizione, ovvero le funzionalità del servizio, 
le interfacce di scambio dei messaggi tra erogatore e fruitore, i 
requisiti di qualità del servizio dell’erogazione/fruizione e i requisiti 
di sicurezza. Inoltre mantiene un riferimento all’ontologia/schema 
concettuale che definisce la semantica dell’informazione veicolata 
dal servizio. 
• Servizi di registro SICA (Servizi Infrastrutturali di Cooperazione e 
Accesso): sono organizzati in modo distribuito attraverso 
un’architettura master-slave con replicazione dell’informazione, in 
particolare: 
o Esiste un’occorrenza dei Servizi di Registro SICA (Registro 
SICA generale) che contiene la totalità delle info necessarie 
all’erogazione delle funzionalità; 
o Esistono un numero di occorrenze dei Servizi di Registro SICA 
(chiamate Registri SICA Secondari) che contengono delle 
viste di tali informazioni definite secondo diversi criteri 
(geografico, funzionale, ecc.). 
2.3. Progetto ICAR 
ICAR (Interoperabilità e Cooperazione Applicativa fra le Regioni) è 
l’azione interregionale per il coordinamento dello sviluppo in tutti i 
territori regionali della cooperazione applicativa secondo le specifiche 
SPCoop. L’azione, avviata nel 2006 (e chiusa nel 2009), ha definito e 
implementato un modello condiviso di infrastruttura territoriale, 
sperimentandolo in 7 ambiti applicativi. Dal 1 luglio 2009 (per 5 anni 
rinnovabili per ulteriori 5) è in corso l’attività di manutenzione e sviluppo 
dell’infrastruttura e di nuovi applicativi.  
L’utilizzo della cooperazione applicativa nello sviluppo dei sistemi 
informativi è prescritto dal Codice dell’Amministrazione Digitale (CAD) e 
deve avvenire secondo le specifiche del Sistema Pubblico di 
Connettività e cooperazione (SPC)  esplicitate in particolare nelle 
regole tecniche e di sicurezza SPC emanate con il Decreto del 
Presidente del Consiglio dei Ministri del 1 aprile 2008  e nelle 
specifiche e requisiti funzionali di SPCoop pubblicate dal Cnipa. 
Dal progetto ICAR sono stati identificati 3 task infrastrutturali che 
definiscono le strutture e le politiche necessarie per la realizzazione 
dell’interoperabilità a livello sanitario elettronico. 
2.3.1. Task INF-1  
Il primo task (INF-1) ha approfondito gli aspetti di base per lo sviluppo 
della cooperazione applicativa. Le azioni hanno riguardato: 
• la definizione del modello di riferimento per il dispiegamento 
territoriale della cooperazione applicativa e delle specifiche 
tecniche degli elementi essenziali del modello; 
• l’implementazione di riferimento degli elementi basilari. Il Nodo di 
Interconnessione per la Cooperazione Applicativa (NICA) si 
configura come una porta di dominio “infrastrutturale” (analoga al 
SICA nazionale) capace di garantire alcuni servizi di base tipici 
della dimensione territoriale, come: registro eventi federato, SICA 
secondario e un elemento di routing logico delle buste di e-gov. 
In particolare, INF-1 ha realizzato le specifiche tecniche e 
l’implementazione di una porta di dominio di base (così come previsto 
dalle specifiche SPCoop) e di un Nodo di Interconnessione per la 
Cooperazione Applicativa (NICA). 
 Figura 8 – Mappa delle Regioni/Prov. aut. con porte di dominio in esercizio 
Il NICA è composto da una porta di dominio “infrastrutturale” con 
funzionalità estese in grado di offrire a tutti gli enti del territorio: 
• un registro SICA di secondo livello dei servizi erogati dagli enti 
regionali che consente di: 1) gestire, in autonomia dal registro 
SICA primario, nel rispetto delle regole tecniche e quindi 
attraverso funzioni di delega, la propria struttura organizzativa; 2) 
replicare una vista parziale degli accordi di servizio e di 
cooperazione di competenza delle amministrazioni in delega, 
ovvero, pubblicati o fruiti da tali amministrazioni; 3) attivare le 
operazioni di pubblicazione e gestione degli accordi di servizio e 
di cooperazione che verranno effettuate nel SICA primario; 
• un registro eventi, federato con i registri eventi delle altre Regioni, 
capace di offrire a tutti gli enti del territorio la possibilità di 
implementare servizi di cooperazione, anche interregionali, in 
architettura orientata agli eventi (EDA); 
• un routing logico delle buste di e-gov che permette di adottare la 
massima flessibilità ed economicità gestionale nel dispiegamento 
territoriale della infrastruttura di cooperazione applicativa. 
 Figura 9 - Regioni e prov. aut. con Gestore Eventi in esercizio 
La porta di dominio ICAR e il NICA, qualificati dal CNIPA nel SPCoop, 
sono stati distribuiti, installati e collaudati in ciascuna Regione. 
2.3.2. Task INF-2 
Il secondo task infrastrutturale è relativo ai livelli minimi di servizio 
garantiti (Service Level Agreement - SLA) fra fruitore ed erogatore, in 
ambito cooperativo a livello applicativo, tralasciando gli aspetti 
strettamente infrastrutturali, come previsto dalle linee guida; sia per 
l’aspetto dichiarativo (formalizzazione degli SLA nell’accordo di servizio), 
sia per l’aspetto di tracciatura e monitoraggio dei servizi effettivamente 
erogati. Il task INF-2 ha definito: 
• un modello di utilizzo e implementazione delle linee guida 
inerenti gli SLA in SPCoop (comprensivo dei parametri 
fondamentali e delle metodiche di tracciatura) e un modello di 
sistema territoriale per la gestione e il monitoraggio 
dell’applicazione di quanto dichiarato (comprensivo del sistema 
di tracciatura e dell’elaborazione e pubblicazione 
dell’informazione tracciata); 
• una implementazione di riferimento del sistema territoriale per il 
monitoraggio dei livelli di servizio e degli indicatori della qualità 
dei servizi condivisi o propri di ogni dominio.  
In particolare, INF-2 si è integrato nella progettazione con il task INF-1, 
consentendo a livello regionale alla singola amministrazione di 
condividere i parametri per definire i service level agreement di ogni 
singolo servizio applicativo e di erogare servizi potendone monitorare e 
controllare la qualità e, a livello interregionale della community 
network,  il controllo della qualità dei servizi e dei parametri 
fondamentali nell’ambito dell’architettura di cooperazione applicativa. Il 
sistema, quindi, eroga dei “monitoring services”, in aggiunta ai servizi di 
cooperazione applicativa, in grado di rilevare, verificare e valutare i 
comportamenti dei servizi erogati sulla piattaforma di cooperazione, 
confrontandoli con i valori contrattuali di riferimento.  
L’implementazione è stata testata e collaudata da quasi tutte le Regioni. 
 
Figura 10 – Distribuzione Gestione Federata Identità Digitali e monitoraggio SLA 
2.3.3. Task INF-3 
Il terzo task infrastrutturale è relativo all’identità digitale federata, con 
obiettivi la definizione delle specifiche e la realizzazione di una 
reference implementation per un sistema federato di identità digitali, al 
fine di garantire una precisa regolamentazione dei processi di 
accreditamento di un utente (o un dominio o un certificatore), all’interno 
di un dominio di cooperazione. Ponendo l’utente al centro della 
progettazione del modulo sono state disaccoppiate le componenti di 
autenticazione e attribuzione del ruolo da quelle necessarie alla 
federazione dei sistemi e alla gestione del “profilo” utente nel sistema 
federato, in modo tale da lasciare ai singoli enti autonomia 
nell’implementazione delle prime componenti, pur sempre nel rispetto di 
standard all’interno di ogni dominio per concentrarsi sulla definizione e 
sviluppo delle seconde. Nella fattispecie, il task ha definito: 
• un modello logico di riferimento che permette di raggiungere 
l’univoca identificazione dell’utente per mezzo di una identità 
digitale, indipendente dal substrato tecnologico di autenticazione 
usato nel particolare dominio in cui l’utente opera; 
• un modello che permette ai domini delle community network 
l’apposizione di ruoli, definiti all’interno di ciascun dominio in 
modo coerente con le regole tecniche SPC, alle identità digitali 
degli utenti; 
• le specifiche dettagliate di un servizio di autenticazione e di 
attribuzione di ruolo. 
Ha altresì realizzato una implementazione di riferimento di moduli che 
permettono ai sistemi di gestione delle identità digitali esistenti nelle 
Regioni aderenti di federarsi secondo quanto definito dalle specifiche 
del modello, utilizzando il modello open source per facilitare la 
condivisione dell’esperienza e il riuso della soluzione.  
INF-3 ha quindi reso possibile la federazione dei diversi servizi di 
sicurezza dei domini o delle community network, in modo tale che le 
identificazioni e le attribuzioni di ruolo operate da un dominio della 
federazione siano riconoscibili e verificabili dagli altri domini. Le 
specifiche e i moduli del servizio potranno essere usati anche dal 
mercato per la costruzione di soluzioni foderabili e integrabili. I moduli 
sono stati installati e testati nelle Regioni, mentre sono in corso alcune 
integrazioni ai sistemi di identità esistenti. 
3. Stato di realizzazione dei servizi SPC regionali 
L’infrastruttura tecnologica del FSE deve integrare tra loro tutte le strutture 
che a vario titolo concorrono alla produzione (e/o alla consultazione) di 
eventi concernenti l’interazione del singolo assistito con il SSN. 
L’architettura prevede nodi di primo livello (nodi regionali) e nodi di secondo 
livello (nodi locali). I nodi regionali contemplano la presenza di tutte le 
componenti infrastrutturali del FSE e sono in grado di garantire tutte le 
funzionalità necessarie al reperimento e gestione delle informazioni. I nodi 
locali possono essere funzionalmente equivalenti ai nodi regionali (nodi 
locali completi) o prevedere solo alcune delle componenti infrastrutturali 
(nodi locali assistiti). Conseguentemente, per ogni nodo regionale è previsto 
il collegamento mediante una Porta di Dominio (PDD), mentre un nodo 
locale può esporsi sia direttamente mediante una propria PDD, o 
indirettamente attraverso un nodo regionale. 
Il modello architetturale prevede l’adozione del Sistema Pubblico di 
Connettività per le comunicazioni tra le varie componenti infrastrutturali. E’ 
necessaria quindi una ricognizione dello stato di realizzazione dei servizi e 
delle componenti SPC a livello regionale.  
3.1. Regione Abruzzo  
 
Figura 11 - Struttura Regione Abruzzo 
• Porta di dominio versione 1.0.1 dell’applicativo OpenSPCoop 
• IBIS Registry centralizzato che mantiene i metadati in maniera 
persistente dato che gli apparati sono ridondati fisicamente 
• Repository distribuiti presso ciascuna delle ASL per archiviare i 
documenti e eventi clinici ivi prodotti: l’utente li recupera tramite 
query per mezzo di front end web; previsto anche un meccanismo di 
notifica al Medico di Medicina Generale  tramite POP3 
• Portale web con autenticazione forte mediante CNS tramite standard 
SAML 1.1 e WS-Security 1.1 per i messaggi SOAP (attualmente i 
servizi sono accessibili mediante autenticazione debole) 
• I dati sono trattati nel formato HL7-CDA Rel. 2.0 
• A livello applicativo sono gestite le funzioni di autenticazione e 
autorizzazione e si gestiscono i sistemi di identificazione federati. La 
gestione della firma digitale avviene verificando quelle dei messaggi 
in entrata e apponendo la firma su quelli in uscita. 
Al momento non c’è l’architettura Registry-Repository per il software 
Millewin nè quella del software di refertazione oltre ai front end web del FSE. 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  Abruzzo 
SPC
 
  Servizio (CN) Comnet-RA 
  Infrastruttura Dato non reperito 
INF-1 
PdD 
In Esercizio Prevista entro 12 mesi 
Qualificata - 
N° porte locali Una per ente 
Tipo OpenSPCooP (ver 1.0.1) 
ICAR vers. testate Dato non reperito  
SPC
ooP 
Registro SICA 
II 
In Esercizio Previsto entro 12 mesi 
Tipo - 
Gestore Eventi 
In Esercizio Previsto entro 12 mesi 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio Previsto entro 12 mesi 
Tipo - 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata no 
Tipo - 
 
3.2. Regione Basilicata  
 
Figura 12 - Struttura Regione Basilicata 
• L’architettura del sistema basata su INF-1 (ICAR) con porta di 
dominio qualificata dal CNIPA 
• Access Gateway è presente in ogni ASL/AO e nel Centro Tecnico 
Regionale (CTR) e funge da punto di ingresso-uscita per accedere 
all’IBIS Registry; le sue funzionalità sono tutte quelle previste dalla 
specifica del Tavolo della Sanità Elettronica (TSE) 
• I repository sono presenti per ogni ASL/AO, contengono documenti 
sanitari; alcuni tipi di documenti sono presenti anche presso il Centro 
Tecnico Regionale (chiamato IbisRepository) 
• IBIS Registry è un registro indice che contiene i riferimenti ai 
documenti sanitari archiviati nei repository del dominio di propria 
competenza ed è presente in ogni ASL/AO e nel CTR; esso 
memorizza informazioni sotto forma di metadati sulla base delle 
notifiche ricevute dai repository distribuiti. Allo stato attuale 
l’interfaccia IBIS Registry non è accedibile direttamente se non 
attraverso l’Access Gateway 
• L’interazione tra i registri, sia di livello paritetico sia con il nodo 
master, avviene con meccanismi di sottoscrizione/notifica e non 
attraverso meccanismi di federazione pura 
• Non ci sono meccanismi di federazione 
• La sicurezza è centralizzata (identificazione, autenticazione, 
autorizzazione) e si basa su un unico strato derivante dal task 
infrastrutturale INF-3 del progetto ICAR. 
 
TASK 
ICAR 
INFRASTRUTTUR
A 
SPCooP 
REGIONE  Basilicata 
SPC
 
  Servizio (CN) GIGARUPAR 
  Infrastruttura ICAR 
INF-1 
PdD 
In Esercizio Si 
Qualificata Prevista entro 12 mesi 
N° porte locali 
Dispiegamento previsto in 12 
mesi 
Tipo ICAR 
ICAR vers. 
testate 
1.0  
SPC
ooP 
Registro SICA II 
In Esercizio Si 
Tipo ICAR ver 1.2 
Gestore Eventi 
In Esercizio Si 
Tipo ICAR 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio Si 
Tipo ICAR 
INF-3 
Gestione 
Federata Identità 
Digitali 
Realizzata Si 
Tipo ICAR 
 
3.3. Regione Calabria  
 
Figura 13 - Infrastruttura Regione Calabria 
• Architettura distribuita con un nodo centrale a livello regionale e più 
nodi periferici a livello territoriale 
• Access gateway distribuiti sulle Aziende Sanitarie hanno il compito 
di: 1) memorizzare i documenti sanitari nei repository e registrare la 
loro archiviazione nel registro indice centralizzato 2) recuperare e 
aggregare le info provenienti dai repository e 3) consentire agli 
operatori sanitari e agli assistiti di sottoscrivere l’intenzione di 
ricevere notifiche riguardanti l’occorrenza di eventi clinici di loro 
interesse. Sono stati implementati usando Spagic 
• I repository sono distribuiti a ciascuna Azienda Sanitaria in cui 
vengono archiviati i documenti clinici e offrono le funzionalità per 
inviare, recuperare e registrare tali documenti presso il registro indice 
sopra nominato. 
• L’IBIS registry è un registro indice centralizzato contenente i 
riferimenti ai documenti ed agli eventi clinici archiviati nei repository 
delle Aziende Sanitarie. E’ stato realizzato attraverso lo standard 
ebXML 3.0 utilizzando OMAR, piattaforma open source che 
implementa le specifiche di ebXML 
• Operatori e assistiti possono accedere ai servizi mediante 
autenticazione a un portale Web di tipo debole (login/password) 
anche se è prevista la realizzazione di un meccanismo di 
autenticazione forte attraverso la Carta Nazionale dei Servizi con 
firma digitale 
• I documenti sanitari rispecchiano lo standard HL7-CDA Rel. 2.0 
• L’autenticazione è basata su funzionalità SSO (Single Sign On) che 
permettono a un utente di accedere a tutti i servizi a lui accessibili 
senza doversi nuovamente autenticare. La concessione avviene 
tramite token SAML. I ruoli dell’utente rispetto al servizio sono 
assegnati secondo il paradigma RBAC (Role Based Access Control). 
Le caratteristiche appena elencate fanno parte della soluzione sviluppata 
nell’ambito del progetto “Rete dei medici di Medicina Generale e dei 
Pediatri di Libera Scelta” RMMG. La tabella riassuntiva riportata sotto 
elenca le caratteristiche relative all’infrastruttura SPC utilizzando dati del 
progetto ICAR e dati pubblicati dalla regione. Le due diverse fonti 
risultano non essere coerenti. 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  Calabria 
SPC
 
  Servizio (CN) Tavoli di coordinamento 
  Infrastruttura  
INF-1 
PdD 
In Esercizio Previsto entro 12 mesi 
Qualificata - 
N° porte locali - 
Tipo - 
ICAR vers. testate Dato non reperito 
SPC
ooP 
Registro SICA 
II 
In Esercizio Previsto entro 12 mesi 
Tipo - 
Gestore Eventi 
In Esercizio Previsto entro 12 mesi 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio Previsto entro 12 mesi 
Tipo - 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata Prevista entro 12 mesi 
Tipo - 
 
3.4. Regione Campania  
 
Figura 14 - Infrastruttura Regione Campania 
• L’architettura è basata sull’infrastruttura SPICCA che permette 
l’interazione tra le ASL/AO tramite il Sistema Pubblico di Connettività 
ma è in fase di realizzazione la convergenza di tale modello sulle 
specifiche SPC. 
• L’implementazione per il FSE non interagisce ancora con 
l’infrastruttura SPICCA anche se è prevista un’integrazione con le 
porte di dominio (PDD) 
• L’IBIS registry è centralizzato e memorizza, sotto forma di metadati,  
i puntatori di tutti gli eventi e documenti sanitari degli assistiti 
memorizzati presso i repository distribuiti presso le ASL/AO; è 
realizzato attraverso lo standard ebXML 3.0 
• I repository sono distribuiti in ciascuna ASL/AO e hanno il compito di 
archiviare tutti i documenti clinici prodotti dalle ASL di competenza. 
Ogni volta che viene inserito un nuovo documento viene informato il 
registry attraverso un riferimento con la forma 
id_documento@id_repository  che, rispetto alle linee guida del TSE, 
prevede il campo id_repository 
• L’access gateway viene replicato per ogni ASL/AO, ogni operatore 
interagisce con l’Access Gateway dell’ASL/AO di appartenenza il 
quale si prende carico di comunicare con le altre strutture come 
l’IBIS Registry e i repository. Per quanto riguarda l’implementazione 
è stata utilizzata Spagic 
• Il portale presenta l’autenticazione debole per gli assistiti con la 
coppia login/password e un’identificazione forte mediante la coppia 
login/password e l’utilizzo della Carta Nazionale dei Servizi. 
L’accesso al portale avviene attraverso meccanismi SSO (Single 
Sign On). Il livello di autorizzazione con le relative concessioni e 
respinte è basato sui token SAML 
Il sistema per il FSE campano prevede un unico registro indice 
centralizzato, al momento non è possibile consentire l’interfacciamento 
con i registri delle altre regioni; non è stato inserito un meccanismo di 
Single Sign On per l’autenticazione federata di un utente all’interno della 
federazione dei registri. Il sistema consente di archiviare solo documenti 
CDA strutturati; per quanto riguarda la funzione di retrieve, oltre 
all’identificativo del documento stesso, il sistema aggiunge un campo 
che identifica il repository venendo meno alle specifiche nazionali; il 
sistema non è ancora integrato con l’infrastruttura SPICCA e quindi i 
componenti non interagiscono tramite le Porte di Dominio. 
 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  CAMPANIA 
SPC
 
  Servizio (CN) SPICCA 
  Infrastruttura SPICCA 
INF-1 
PdD 
In Esercizio Si 
Qualificata Si 
N° porte locali 24 presso ASL 
Tipo PDD e OPENPDD (SPICCA) 
ICAR vers. testate 1.0  
SPC
ooP 
Registro SICA 
II 
In Esercizio Si 
Tipo SPICCA 
Gestore Eventi 
In Esercizio Si 
Tipo SPICCA 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio Si 
Tipo NOC-SPICCA 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata SI  
Tipo SPICCA 
 
3.5 Regione Emilia Romagna 
LEPIDA è la Rete privata delle Pubbliche Amministrazioni dell’Emilia-
Romagna; collega le Pubbliche Amministrazioni della Regione e presiede le 
attività di gestione e collegamento con Il Sistema Pubblico di Connettività 
(SPC).  
Attraverso l’implementazione e l’attivazione dell’infrastruttura di 
cooperazione applicativa da parte dal nodo centrale dell’ALI CN-ER (Lepida 
S.p.A.), viene messo a disposizione degli Enti Locali un set di servizi 
infrastrutturali: 
- a livello regionale: “motore” per cooperazione ad eventi, sistema di 
monitoraggio SLA servizi, ecc. (servizi nodo NICA, sviluppato nell’ambito 
del progetto ICAR nazionale); (i dato risultano essere discordanti con 
quelli pubblicati dal progetto ICAR) 
- a livello di porta di dominio per gli Enti del territorio, utilizzabili (integrabili) 
dai servizi applicativi che necessitano di interoperabilità e cooperazione 
applicativa “a norma”. 
Per quanto riguarda il deployment delle porte di dominio, sono stati 
individuati diversi modelli in funzione delle diverse esigenze degli enti 
coinvolti: se da un lato è infatti auspicabile che le principali amministrazioni 
(es. comuni capoluogo) gestiscano autonomamente la porta di dominio, 
questo approccio risulta difficilmente applicabile per i piccoli comuni. Di 
conseguenza, la RER, in collaborazione con Lepida SpA, propone un 
modello di deployment adatto alle piccole organizzazioni che prevede 
l’installazione e la gestione della porta di dominio all’interno di un data 
center che offre vari servizi di e-government. 
 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  EMILIA ROMAGNA 
SPC
 
  Servizio (CN) LEPIDA 
  Infrastruttura Dato non reperito 
INF-1 
PdD 
In Esercizio Prevista in 12 mesi 
Qualificata - 
N° porte locali Dispiegamento entro 3 mesi 
Tipo ICAR 
ICAR vers. testate 1.0 – 1.2 
SPC
ooP 
Registro SICA 
II 
In Esercizio No 
Tipo - 
Gestore Eventi 
In Esercizio No 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
In Esercizio Prevista in 12 mesi 
Tipo - 
Monitoring 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata SI  
Tipo FEDERA 
 
3.6 Regione Friuli Venezia Giulia  
La struttura realizzata prevede: 
• un Gestore di Eventi, che permette ai servizi applicativi di comunicare 
secondo un modello ad eventi e regole, in accordo ad un'architettura 
applicativa di tipo EDA (Event Driven Architecture) con gestione del 
work-flow; 
• un sistema federato per la gestione delle identità, degli attributi e delle 
politiche di accesso distribuito a livello territoriale e basato su tecnologia 
SAML; 
• un circolo fiduciario basato su asserzioni rilasciate dalla Regione Friuli 
Venezia Giulia (FVG) in qualità di garante; 
• un Registro degli Accordi di Servizio; 
• un Servizi di tracciamento che realizza un sistema di logging compatibile 
con le specifiche SPCoop. Le finalità del sistema sono: archiviazione 
tracce a norma di legge; monitoraggio stato complessivo della 
comunicazione; monitoraggio di Dominio; produzione di report e 
statistiche; 
• un gateway interamministrativo che si pone come sistema di 
interscambio tra il dominio di cooperazione regionale DC-FVG e gli altri 
domini, partendo dal presupposto che vi siano sistemi esterni al dominio 
DC-FVG che utilizzino modalità di scambio differenti da quelle adottate 
in FVG. 
 
 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  FRIULI VENEZIA GIULIA 
SPC
 
  Servizio (CN) Modello FVG 
  Infrastruttura ICAR 
INF-1 
PdD 
In Esercizio Si 
Qualificata Si 
N° porte locali 26 presso Comuni 
Tipo ICAR 
ICAR vers. testate 1.0 – 1.2 
SPC
ooP 
Registro SICA 
II 
In Esercizio Si 
Tipo ICAR 
Gestore Eventi 
In Esercizio Si 
Tipo ICAR 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio Si 
Tipo ICAR 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata Prevista entro 12 mesi 
Tipo ICAR 
3.7 Regione Lazio  
La Regione Lazio ha realizzato le infrastrutture di rete per connettere gli enti 
pubblici regionali attraverso connessioni miste (fibra ottica, rame e ponti 
radio) e con un NOC sito presso la sede regionale. Tale infrastruttura è 
connessa (in forma ridondata) al QXN in SPC. 
La Regione Lazio ha in produzione da diversi anni una Porta di Dominio 
(realizzata senza la soluzione ICAR), che deve essere aggiornata per 
rispondere alle nuove specifiche CNIPA. Questa fase di 
reingegnerizzazione, attualmente in corso, prevede la sinergia di diversi 
progetti: la realizzazione dell’Enterprise Service Bus Regionale (per 
l’integrazione dei servizi in ottica SOA), la creazione di un servizio dei 
registri, e un piano di dispiegamento verso il territorio; ulteriore compito di 
questa fase, sarà quella di valorizzare il contributo del progetto ICAR. Per la 
parte riguardante i task infrastrutturali si prevede l’implementazione del 
NICA e identità federata; per i task applicativi attivazione delle 
compensazioni sanitarie (a valle della creazione dell’anagrafe unica 
sanitaria) e l’utilizzo dei servizi INA SAIA, principalmente in ambito sanitario.  
 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  LAZIO 
SPC
 
  Servizio (CN) Tavolo con enti locali 
  Infrastruttura Dato non reperito 
INF-1 
PdD 
In Esercizio Si 
Qualificata No 
N° porte locali Dispiegamento entro 6 mesi 
Tipo Dato non reperito 
ICAR vers. testate 1.0 – 1.2 
SPC
ooP 
Registro SICA 
II 
In Esercizio Prevista entro 12 mesi 
Tipo - 
Gestore Eventi 
In Esercizio Si 
Tipo Non definito 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio Prevista entro 12 mesi 
Tipo - 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata Prevista entro 12 mesi 
Tipo - 
3.8 Regione Liguria 
Il Sistema Pubblico di Connettività (SPC) della Regione Liguria deve essere 
ancora ultimato in conformità alle specifiche dell’infrastruttura ICAR. 
L’infrastruttura realizzata sarà dotata di Porta di Dominio qualificata e 
Gestore Eventi; potrà praticare cooperazione applicativa sulla rete SPC col 
massimo grado di libertà, previa registrazione degli Accordi di Servizio. 
 TASK 
ICAR 
INFRASTRUTTU
RA 
REGIONE  Liguria 
SPCooP 
SPC
 
  Servizio (CN)  
  Infrastruttura ICAR 
INF-1 
PdD 
In Esercizio Prevista entro 6 mesi 
Qualificata Dato non reperito 
N° porte locali Una per ente 
Tipo  
ICAR vers. testate  
SPC
ooP 
Registro SICA 
II 
In Esercizio Previsto entro 12 mesi 
Tipo - 
Gestore Eventi 
In Esercizio Previsto entro 12 mesi 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio Previsto entro 12 mesi 
Tipo - 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata no 
Tipo / 
3.9 Regione Lombardia  
A partire da luglio 2008 Regione Lombardia è connessa all’infrastruttura del 
Servizio Pubblico di Connettività (SPC). Avendo preso parte al progetto 
ICAR, la Regione Lombardia è stata la prima a dotarsi di una porta di 
dominio certificata aderente alle specifiche del task INF-1. Sempre in 
ambito INF-1, Regione Lombardia ha implementato un Gestore Eventi per 
la notifica di eventi e grazie al progetto IdPC (Identity Provider del Cittadino), 
ha già sviluppato le specifiche relative all’autenticazione federata previste 
nel task INF-3. Anche le specifiche del task INF-2 sono state implementate 
e sono funzionanti. 
 
 TASK 
ICAR 
INFRASTRUTTU
RA 
REGIONE  Lombardia 
SPCooP 
SPC
 
  Servizio (CN)  
  Infrastruttura ICAR 
INF-1 
PdD 
In Esercizio Sì 
Qualificata Sì 
N° porte locali Una per ente 
Tipo OpenSPCooP (ver 1.0.1) 
ICAR vers. testate 1.0 – 1.2 
SPC
ooP 
Registro SICA 
II 
In Esercizio Previsto entro 12 mesi 
Tipo - 
Gestore Eventi 
In Esercizio Sì 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio Sì 
Tipo - 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata Sì 
Tipo / 
3.10 Regione Marche  
La Regione Marche sta mettendo in piedi le infrastrutture primarie per 
l’interoperabilità e la cooperazione applicativa, capitalizzando  le soluzioni 
realizzate dal progetto ICAR, in particolare: 
• Dispiegamento dell’infrastruttura SPC con relative componenti quali 
Porta di dominio, Gestore Eventi così come specificato nel progetto 
nazionale ICAR (TASK INF-1); 
• Gestione di strumenti di Service Level Agreement (SLA) per definire e 
garantire accordi di servizio tra amministrazioni così come specificato 
nel progetto nazionale ICAR (TASK INF-2); 
• Dispiegamento di un sistema federato di autenticazione così come 
specificato nel progetto nazionale ICAR (TASK INF-3). 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  Marche 
SPC
 
  Servizio (CN)  
  Infrastruttura ICAR 
INF-1 
PdD 
In Esercizio Prevista entro 12 mesi 
Qualificata Dato non reperito 
N° porte locali Una per ente 
Tipo  
ICAR vers. testate  
SPC
ooP 
Registro SICA 
II 
In Esercizio Previsto entro 12 mesi 
Tipo - 
Gestore Eventi 
In Esercizio Previsto entro 12 mesi 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio Previsto entro 12 mesi 
Tipo - 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata no 
Tipo / 
3.11 Regione Molise  
 
Figura 15 - Infrastruttura Regione Molise 
• architettura del sistema si basa su INF-1 del progetto ICAR  
• modello distribuito con un registro indice centrale a livello regionale e 
repository centrale all’interno dell’unica ASL afferente alla rete 
• L’Access Gateway è stato implementato attraverso la soluzione software 
Spagic 
• L’IBIS registry contiene i puntatori agli eventi clinici archiviati nel 
repository e per ogni evento vengono memorizzate informazioni sotto 
forma di metadati conformi al modello ebRIM (specifiche ebXML); il 
registry è stato realizzato attraverso lo standard ebXML 3.0 
• Il repository memorizza quelli che sono gli eventi clinici che occorrono 
all’interno della ASL 
• Il portale web è accessibile da 3 categorie: assistiti, medici (MMG/PLS), 
operatori delle strutture sanitarie 
• I documenti sanitari son strutturati sulla base dello standard HL7-CDA 
Rel. 2.0 
• Il modello di sicurezza è basato sugli standard WS-Security e WS-Trust 
con scambio di token X.509v3; l’autenticazione al portale è effettuata 
con meccanismo SSO attraverso asserzioni SAML; al momento gli 
assistiti possono autenticarsi solo tramite autenticazione debole; le 
autorizzazioni sono controllate da un sistema basato su token SAML che 
si basano sul concetto RBAC (Role Based Access Control). 
Rispetto al TSE nazionale le differenze che occorrono sono da ricercarsi 
nell’unico registro indice centralizzato al contrario di una federazione con 
meccanismi di autenticazione federata; inoltre il sistema per il FSE 
molisano non consente di archiviare documenti CDA destrutturati. 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  MOLISE 
SPC
 
  Servizio (CN) Tavolo con CST 
  Infrastruttura Prevista entro 12 mesi 
INF-1 
PdD 
In Esercizio - 
Qualificata - 
N° porte locali - 
Tipo Dato non reperito 
ICAR vers. testate Dato non reperito  
SPC
ooP 
Registro SICA 
II 
In Esercizio Previsto entro 12 mesi 
Tipo - 
Gestore Eventi 
In Esercizio Previsto entro 12 mesi 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio Previsto entro 12 mesi 
Tipo - 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata No 
Tipo - 
 
3.12 Regione Piemonte  
Regione Piemonte ha rilasciato in produzione nel luglio 2008 le componenti 
relative ai task INF-1 e INF-2 (è stato configurato un nodo Nica, sono 
presenti una porta di dominio ed il Gestore eventi); le componenti sono 
state testate mediante la sperimentazione delle comunicazioni attinenti al 
task applicativo AP5. Sono presenti politiche di accesso con identità 
federata come previsto dal task INF-3. 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  Piemonte 
SPC
 
  Servizio (CN) Rupar 
  Infrastruttura ICAR 
INF-1 
PdD 
In Esercizio sì 
Qualificata Dato non reperito 
N° porte locali Una per ente 
Tipo OpenSPCooP (ver 1.0.1) 
ICAR vers. testate  
SPC
ooP 
Registro SICA 
II 
In Esercizio Previsto entro 12 mesi 
Tipo - 
Gestore Eventi 
In Esercizio sì 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
monitoring 
In Esercizio sì 
Tipo - 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata sì 
Tipo / 
 
3.13 Regione Puglia  
 
Figura 16 - Infrastruttura Regione Puglia 
Regione Puglia ha partecipato al progetto ICAR e pertanto ha un nodo 
NICA versione 1.2; ne è previsto un altro in ambiente SPC. Ciascuno di essi  
prevede una porta di dominio e un gestore eventi. 
E’ stato implementato il sistema di monitoraggio degli SLA relativi al task 
INF-2 dell’ICAR e un sistema di autenticazione federata come previsto dal 
task INF-3.  
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  Puglia 
SPC
 
  Servizio (CN) SPC-Rupar - SCATEL 
  Infrastruttura ICAR 
INF-1 
PdD 
In Esercizio sì 
Qualificata Dato non reperito 
N° porte locali 46 
Tipo NICA 
ICAR vers. testate 1.2 
Co Registro SICA In Esercizio sì 
II Tipo - 
Gestore Eventi 
In Esercizio sì 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio sì 
Tipo - 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata Previsto entro 12 mesi 
Tipo / 
 
3.14 Regione Sardegna  
• Access Gateway che funge da interfaccia tra i repository e il registry è 
presente solo a livello regionale 
• Repository replicato per ogni ASL/AO 
• IBIS Registry centralizzato contenente i riferimenti ai documenti 
archiviati nei repository distribuiti 
• Portale web funge da nodo accentratore per tutto il sistema MEDIR 
(sistema regionale) per cercare di uniformare la regione al TSE 
nazionale. L’accesso avviene tramite SSO. 
 Figura 17 - Infrastruttura Regione Sardegna 
Rispetto alle linee guida nazionali del TSE, il sistema sardo prevede un 
unico registro indice centralizzato. Al momento, non è possibile 
interfacciare tale registro con quelli delle altre regioni. 
La tabella riassuntiva riportata sotto elenca invece caratatteristiche relative 
all’infrastruttura SPC utilizzando dati del progetto ICAR e dati pubblicati 
dalla regione. Le due diverse fonti risultano non essere coerenti. 
 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  SARDEGNA 
SPC
 
  Servizio (CN) RTR 
  Infrastruttura Dato non reperito 
INF-1 PdD 
In Esercizio Si 
Qualificata Si 
N° porte locali Dispiegamento entro 12 mesi 
Tipo OPENPDD (SITR)  
ICAR vers. testate 1.0  
SPC
ooP 
Registro SICA 
II 
In Esercizio No 
Tipo - 
Gestore Eventi 
In Esercizio No 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio SI 
Tipo Dato non reperito 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata SI  
Tipo Dato non reperito 
3.15 Regione Sicilia 
 
Figura 18 - Infrastruttura Regione Sicilia 
• IBIS registry installato presso il Centro Tecnico regionale, contiene i 
puntatori agli eventi clinici salvati nei repository ed è realizzato con 
tecnologia ebXML 3.0. I dati nel registro sono memorizzati secondo il 
modello ebRIM 
• I repository contengono documenti in formato HL7-CDA Rel. 2.0 firmati 
digitalmente con XML Signature  
• Access Gateway interfaccia l’IBIS registry con i repository. 
Il sistema per il FSE siciliano prevede un unico registro indice centralizzato; 
non è quindi possibile, per ora, interfacciare tale registro con quelli delle 
altre regioni, inoltre il sistema per il FSE ideato per la Regione Sicilia non 
consente di archiviare documenti CDA destrutturati; è prevista la presenza 
di un unico Access Gateway, mentre le specifiche TSE prevedono che tali 
componenti siano allocati presso ogni dominio. 
La tabella riassuntiva riportata sotto elenca caratatteristiche relative 
all’infrastruttura SPC utilizzando dati del progetto ICAR e dati pubblicati 
dalla regione. Le due diverse fonti risultano non essere coerenti. 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  SICILIA 
SPC
 
  Servizio (CN) Tavoli con enti locali 
  Infrastruttura  
INF-1 
PdD 
In Esercizio Previsto entro 12 mesi 
Qualificata - 
N° porte locali Dispiegamento entro 12 mesi 
Tipo - 
ICAR vers. testate Dato non reperito 
SPC
ooP 
Registro SICA 
II 
In Esercizio No 
Tipo - 
Gestore Eventi 
In Esercizio No 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio Si 
Tipo 
Dato non reperito 
 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata Si  
Tipo Dato non reperito 
 
  
3.16 Regione Toscana  
 
Figura 19 - Infrastruttura Regione Toscana 
Regione Toscana è stata una delle regioni maggiormente coinvolte nel 
portare avanti il progetto interregionale ICAR; in particolare, si è occupata di 
realizzare il task INF-1. Regione Toscana si è dotata di porta di dominio, 
gestore eventi e registro SICA secondario contenente gli accordi di servizio, 
componenti riconducibili al nodo NICA. Le comunicazioni avvengono su 
architettura SPC. Inoltre sono previsti SLA come da task INF-2 oltre che 
sistemi di logging specialmente a livello di porta di dominio. 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  Toscana 
SPC
 
  Servizio (CN) CART 
  Infrastruttura ICAR 
INF-1 PdD 
In Esercizio sì 
Qualificata sì 
N° porte locali 125 
Tipo OpenSPCooP (ver 1.0.1) 
ICAR vers. testate 1.0 – 1.2 
SPC
ooP 
Registro SICA 
II 
In Esercizio sì 
Tipo - 
Gestore Eventi 
In Esercizio sì 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio sì 
Tipo - 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata Previsto entro 12 mesi 
Tipo / 
3.17 Regione Umbria  
 
Figura 20 - Livelli di infrastruttura Regione Umbria 
Con il multiprogetto e-gov la Regione Umbria si è dotata di una rete 
regionale denominata ComNet (Community Network). A seguito 
dell’istituzione nazionale del “Sistema Pubblico di Connettività” (SPC), si sta 
effettuando la migrazione in ambito SPC dell’esistente rete regionale.  
E’ prevista l’installazione di un gestore Eventi, di un registro servizi e di 
porte di dominio a livello regionale per la comunicazione tra gli enti che 
sottoscriveranno (o che hanno sottoscritto) la loro presenza nella rete 
regionale. In merito alla gestione delle identità e dell’autenticazione 
regionale, è in via di conclusione il progetto “Infrastruttura Regionale per la 
gestione federata dell'Identità Digitale e dell'Autenticazione” (FED-Umbria), 
con l'obiettivo di creare una piattaforma di gestione di autenticazione, 
identità e ruoli in ottica federata tra i vari enti della regione e in ottica di 
collegamento inter-regionale nell’ambito della piattaforma ICAR. 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  Umbria 
SPC
 
  Servizio (CN) Consorzio SIR - Comnet 
  Infrastruttura ICAR 
INF-1 
PdD 
In Esercizio Prevista entro 12 mesi 
Qualificata Dato non reperito 
N° porte locali 96 
Tipo - 
ICAR vers. testate - 
SPC
ooP 
Registro SICA 
II 
In Esercizio - 
Tipo - 
Gestore Eventi 
In Esercizio Previsto entro 12 mesi 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio Previsto entro 12 mesi 
Tipo - 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata no 
Tipo / 
3.18 Regione Valle d’Aosta  
Per quanto concerne il dispiegamento dell’infrastruttura regionale di 
cooperazione, l’Amministrazione regionale ha realizzato le infrastrutture 
primarie adottando le soluzioni realizzate proprio dal progetto ICAR.  
La Regione ha sviluppato due interventi, RUPAR e ICAR, che hanno tra gli 
obiettivi: 
• assicurare la interconnessione degli enti pubblici tramite SPC 
(Sistema Pubblico di Connettività); 
• assicurare a tutti i cittadini l’accesso ai servizi disponibili in rete in 
condizione di sicurezza; 
• assicurare la massima disponibilità di servizi on line per cittadini, 
imprese e pubbliche amministrazioni; 
• adottare la carta dei servizi on line con un sistema di rilevazione 
della “customer satisfaction”. 
• connettere le 8 Comunità Montane e i 74 Comuni della Valle con 
priorità sui 22 comuni rientranti nell’area Ob. 2 e i 26 nell’area 
“Phasing out”; 
• allestire un centro tecnico regionale per la gestione dei servizi di 
trasporto, sicurezza e interoperabilità; 
• erogare servizi di interoperabilità e cooperazione applicativa, servizi 
di call-center, servizi di cooperazione applicativa tra le regioni, gli enti 
locali e le amministrazioni centrali. 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  Valle d’Aosta 
SPC
 
  Servizio (CN) PARTOUT 
  Infrastruttura ICAR 
INF-1 
PdD 
In Esercizio sì 
Qualificata Dato non reperito 
N° porte locali ? 
Tipo OpenSPCooP (ver 1.0.1) 
ICAR vers. testate - 
SPC
ooP 
Registro SICA 
II 
In Esercizio no 
Tipo - 
Gestore Eventi 
In Esercizio sì 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio sì 
Tipo - 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata no 
Tipo / 
3.19 Regione Veneto  
La Regione sta portando avanti due progetti (OVER Network e CReSCI) 
per la diffusione dell’interoperabilità e della cooperazione applicativa. Ad 
oggi non ci sono ancora in esercizio vere e proprie porte di dominio né a 
livello locale né a livello regionale nonostante un congruo numero di enti 
locali (amministrativi e non solo) abbia di fatto aderito al piano di 
dispiegamento. A livello di componenti SPCoop previsti nei task INF, è 
presente solo il gestore eventi previsto in entrambi i progetti sopra citati. 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  Veneto 
SPC
 
  Servizio (CN) Over-Network - Cresci 
  Infrastruttura ICAR 
INF-1 
PdD 
In Esercizio Prevista entro 12 mesi 
Qualificata Dato non reperito 
N° porte locali - 
Tipo - 
ICAR vers. testate - 
SPC
ooP 
Registro SICA 
II 
In Esercizio no 
Tipo - 
Gestore Eventi 
In Esercizio sì 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio sì 
Tipo - 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata no 
Tipo / 
3.20 Provincia autonoma di Bolzano  
Gli enti locali della provincia autonoma di Bolzano sono collegati fra loro 
tramite un’infrastruttura di rete gestita a livello provinciale. Attualmente il 
collegamento non avviene tramite porte di dominio su sistema di pubblica 
connettività.  Sulla base delle specifiche ICAR-INF-1 è stato realizzato un 
primo prototipo per collegare la rete dell’amministrazione provinciale con 
quella del consorzio dei comuni altoatesini, implementando OpenSpcoop. 
Inoltre è stata istituita la porta di dominio provinciale per garantire la 
comunicazione verso altre regioni o la pubblica amministrazione centrale.  
 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  Prov. autonoma Bolzano 
SPC
 
  Servizio (CN) - 
  Infrastruttura ICAR 
INF-1 
PdD 
In Esercizio Prevista entro 12 mesi 
Qualificata Dato non reperito 
N° porte locali Dato non reperito 
Tipo OpenSPCooP  
ICAR vers. testate - 
SPC
ooP 
Registro SICA 
II 
In Esercizio Previsto entro 12 mesi 
Tipo - 
Gestore Eventi 
In Esercizio no 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio sì 
Tipo - 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata Prevista entro 12 mesi 
Tipo / 
3.21 Provincia autonoma di Trento  
Per quanto riguarda la presenza sul territorio di componenti SPC-SPCoop, 
si può dire che la provincia autonoma di Trento sia abbastanza in ritardo 
rispetto al resto della penisola. Solo di recente sono stati siglati accordi per 
l’utilizzo delle componenti essenziali del progetto ICAR, già installate: una 
porta di dominio e di un gestore eventi. 
 
TASK 
ICAR 
INFRASTRUTTU
RA 
SPCooP 
REGIONE  Prov. Autonoma Trento 
SPC
 
  Servizio (CN) - 
  Infrastruttura ICAR 
INF-1 
PdD 
In Esercizio Prevista entro 12 mesi 
Qualificata Dato non reperito 
N° porte locali Dato non reperito 
Tipo - 
ICAR vers. testate - 
SPC
ooP 
Registro SICA 
II 
In Esercizio no 
Tipo - 
Gestore Eventi 
In Esercizio sì 
Tipo - 
INF-2 
Servizio 
Tracciamento/ 
Logging/ 
Monitoring 
In Esercizio sì 
Tipo - 
INF-3 
Gestione 
Federata 
Identità Digitali 
Realizzata no 
Tipo / 
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