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1.1.  Aanleiding onderzoek en probleemstelling 
Veel bedrijven beschikken sinds de introductie van e-mail en internet inmiddels over een 
internetreglement. Met de opkomst van social media is echter een geheel nieuwe situatie ontstaan. 
Door het openbare karakter van internet in het algemeen en social media in het bijzonder is de 
reikwijdte van een mededeling enorm toegenomen en voor een deel ongrijpbaar geworden. Gebrek aan 
specifieke arbeidsrechtelijke bepalingen en richtlijnen vanuit de werkgever over toelaatbaar gebruik 
van social media, leidt tot onduidelijkheid op de werkvloer, wat resulteert in een toename van 
arbeidsconflicten. Dit geeft voor mij aanleiding om te onderzoeken of het gebruik van social media 
door de werknemer tijdens de arbeidsovereenkomst in juridisch opzicht door de werkgever te 
instrueren en te controleren is. Het onderzoek wordt beperkt tot Facebook1 en Twitter. De reden 
hiervan is dat deze vrij toegankelijke en snelle media zijn. Met het oog op de vrijheid van 
meningsuiting en vanuit privacyperspectief kunnen mogelijke consequenties hierbij aanzienlijk zijn.2 
Aan de ene kant gaat het hierbij om de gezagsbevoegdheid van de werkgever en aan de andere kant 
om de rechten die de werknemer aan de wet- en regelgeving kan ontlenen. Op grond van artikel 7:610 
Burgerlijk Wetboek (BW) ligt de arbeidsovereenkomst hieraan ten grondslag. Vanuit de positie van de 
werkgever bekeken moet de werknemer in het kader van de arbeidsovereenkomst bepaalde 
voorschriften naleven. Dit komt tot uitdrukking in artikel 7:660 BW. Ook dient de werkgever zich 
volgens artikel 7:611 BW als een goed werkgever te gedragen. Daarentegen moet de werknemer op 
grond van artikel 7:660 BW de instructies van de werkgever opvolgen en zich op grond van artikel 
7:611 BW als een goed werknemer gedragen. Daarbij heeft de werknemer volgens artikel 7 Grondwet 
(Gw) recht op vrijheid van meningsuiting en op grond van artikel 10 Gw recht op privacy. De reden 
om naast het recht op privacy ook de vrijheid van meningsuiting in dit onderzoek te betrekken is 
gelegen in het feit dat een werknemer sinds de Tweede Wereldoorlog steeds meer rechten heeft 
verworven waardoor hij zijn mening mag en kan uiten tegenover zijn werkgever.3 Facebook en Twitter 
kunnen hierbij als klankbord worden gebruikt wat vaak met de nodige spanning gepaard zal gaan. Ook 
kan excessief social mediagebruik tijdens werktijd de nodige druk op de ketel zetten. De vraag rijst nu 
wat de werknemer hierbij wel of niet mag in de verhouding tot de werkgever. Aan de hand van de wet, 
literatuuronderzoek en jurisprudentie zal dit in kaart worden gebracht. Het accent zal komen te liggen 
op de instructie- en controlebevoegdheden van de werkgever tegenover de vrijheid van meningsuiting 
en privacy van de werknemer. De resultaten van dit onderzoek moeten tot slot leiden naar handvatten 
                                                 
1 Facebook is zelfs zo succesvol dat het in mei 2012 naar de beurs is gegaan (www.online- 
  aandelenkopen.nl/aandelentips/aandelen-facebook-kopen/; geraadpleegd op 6 oktober 2014). 
2 Tempelman & Hagenaars 2012, nr. 5. 
3 Dekker & Schlundt – Bodien 2001, p. 194.   
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voor werkgevers. Al met al is dit een actuele en interessante kwestie die mijns inziens nader 
onderzocht dient te worden. In het bijzonder levert dit voor mij de volgende onderzoeksvraag op: 
 
Biedt de Nederlandse wet- en regelgeving voor de werkgever juridische mogelijkheden om de 
werknemer te instrueren en te controleren op het gebruik van de social media platforms Facebook en 
Twitter, terwijl het recht op vrijheid van meningsuiting en het recht op privacy van de werknemer toch 
zijn gewaarborgd?  
 
Om deze vraag goed te kunnen beantwoorden zullen in de navolgende hoofdstukken de volgende 
onderwerpen aan een uitvoerig onderzoek worden onderworpen. Allereerst wordt in hoofdstuk 2 
ingegaan op het fenomeen social media te weten Facebook en Twitter evenals het privé- en zakelijk 
gebruik hiervan. In hoofdstuk 3 staan de grondrechten vrijheid van meningsuiting en privacy en de 
Wet bescherming persoonsgegevens (Wbp) centraal. Ook is hierbij gekeken naar de horizontale 
werking van de verschillende rechtsbronnen. Voorts komt in hoofdstuk 4 de instructiebevoegdheid van 
de werkgever aan de hand van literatuur en rechtspraak aan de orde. Vervolgens wordt in de 
hoofdstukken 5 en 6 ingegaan op de instructiebevoegdheid van de werkgever, in relatie tot de 
(grondwettelijke) rechten die de werknemer ten aanzien van respectievelijk het recht op vrijheid van 
meningsuiting en het recht op privacy, bij Facebook- en Twittergebruik toekomt. Vervolgens wordt in 
hoofdstuk 7 naast een samenvatting, een algemene conclusie getrokken waarin met behulp van de 
voorgaande hoofdstukken een antwoord word gegeven op de onderzoeksvraag. Ter afsluiting worden 
in hoofdstuk 8 beargumenteerde aanbevelingen voor de werkgever gedaan. Deze dragen mijns inziens 
bij aan de uitkomst van het hiervoor weergegeven vraagstuk. Bij het te verrichten juridisch onderzoek 
is gebruik gemaakt van zowel literatuur, jurisprudentie, wetgeving en de wetsgeschiedenis hiervan. 
Ook handboeken en annotaties die hierop betrekking hebben zijn aangeboord. Omwille van de 
leesbaarheid wordt in het navolgende over “hij” gesproken voor zover het ook “zij” zou kunnen zijn. 
Wanneer de term “social media” wordt genoemd dan is dit met inbegrip van Facebook en Twitter. 
 
1.2  Afbakening 
Omwille van de omvang van dit onderzoek zal het op meerdere facetten moeten worden afgebakend. 
Zo zal dit onderzoek lopen tot 1 december 2014 en betrekking hebben op werknemers die op grond 
van het Nederlandse rechtssysteem een arbeidsovereenkomst hebben met hun werkgever waarop titel 
10 Boek 7 BW van toepassing is. Het bespreken van de invloed van alle aspecten van Facebook- en 
Twittergebruik gaat te ver voor deze scriptie. Er zullen daarom keuzes moeten worden gemaakt. Een 
ander kader is dat in dit onderzoek gekozen is voor Facebook- en Twittergebruik tijdens de arbeids- 
overeenkomst. Alleen daar waar nodig is zal dit gebruik ook bij de beëindiging van de arbeidsover- 
eenkomst in het kort worden aangehaald. Ook wordt de problematiek die komt kijken bij de totstand- 
komingsovereenkomst en de rol van Facebook en Twitter hierbij niet in ogenschouw genomen. 
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2  SOCIAL MEDIA  
Om de probleemstelling van deze scriptie helder te krijgen zal in dit hoofdstuk uiteengezet worden wat 
social media inhoudt. Hierbij zal in de paragrafen 2.1.1 en 2.1.2 respectievelijk worden ingegaan op 
Facebook en Twitter. Daarbij is het van belang te weten wat de juridische status van een Facebook- of 
Twitteraccount is. Dit komt aan de orde in paragraaf 2.2. Ter verduidelijking wordt in paragraaf 2.3 
social media vergeleken met massacommunicatie. Om de vraag te kunnen beantwoorden of een 
werkgever op een “rechtmatige” wijze achter de uiting is gekomen, is het van belang eerst het 
onderscheid te maken tussen privé- en zakelijk gebruik. Deze differentiatie is ook relevant  bij de 
afweging of een uiting van een werknemer op Facebook of Twitter de toets van “goed 
werknemerschap”4 kan doorstaan. Met dit onderscheid wordt in paragraaf 2.4 vervolg aan dit 
hoofdstuk gegeven. Het hoofdstuk wordt afgesloten met een conclusie in paragraaf 2.5. 
2.1  Wat zijn social media?                                                                                                                                          
Literatuurstudie heeft uitgewezen dat er velerlei definities voor social media gebruikt worden. Boyd en 
Elisson definiëren sociale netwerksites als volgt: “(…) web-based services that allow individuals to:  
 Construct a public or semi-public profile within a bounded system; 
 Articulate a list of other users with whom they share a connection; 
 View and traverse their list of connections and those made by others within the system”.5 
Echter TNO hanteert voor social media een andere definitie, namelijk: “de nieuwe generatie media, 
die gebruikers in staat stellen berichten op internet te plaatsen zonder tussenkomst van een regisseur en 
de dialoog met elkaar en met organisaties aan te gaan.6 Ook Frissen en anderen 7 hebben zich aan een 
definitie gewaagd. Zij beschrijven social media als: “een verzamelnaam voor allerlei sociale 
netwerken of online communicatievormen- en technieken waarbij het delen van informatie door 
gebruikers en de samenleving tussen gebruikers centraal staat”. Uit de talrijke definities die hierover 
bestaan zijn er hier slechts drie beschreven. In de kern komt het erop neer dat social media zijn te 
omschrijven als communicatiekanalen die het mogelijk maken voor mensen om met elkaar online in 
contact te staan. De gebruiker kan hierbij zijn mening ventileren en informatie delen met andere 
gebruikers. Dit gebeurt met toepassing van sociale netwerksites- en diensten.  
                                                 
4 In het volgende hoofdstuk zal het begrip “goed werknemerschap” nader worden toegelicht.    
5 Boyd & Ellison 2007, 13(1), article 11.  
6 TNO 2011, p. 8. 
7 Frissen e.a. 2008, p. 7. 
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2.1.1  Soorten social media                                                                                                                     
Er zijn diverse soorten social media waaronder Facebook en Twitter. Deze kunnen weer worden 
onderverdeeld in een community, een weblog en een forum. Onder een community wordt een virtuele 
gemeenschap verstaan waar mensen met elkaar communiceren of samenwerken.8 Facebook is hiervan 
een voorbeeld. Daarentegen is Twitter een voorbeeld van een (mini) weblog. Een weblog kan 
omschreven worden als “een website waarop regelmatig nieuwe bijdragen verschijnen waarbij de 
auteur ofwel blogger in feite een logboek van informatie deelt met zijn publiek.9 Sociale 
netwerkprofielen kunnen zowel open als afgeschermd zijn. De privacy-instellingen op het social 
mediaplatform geven de gebruiker de mogelijkheid om in te stellen voor wie de informatie zichtbaar 
wordt. 
2.1.2  Facebook                                                                                                                             
Facebook10 is momenteel het grootste sociale netwerk ter wereld met meer dan één miljard leden11 
onder wie zes miljoen actieve gebruikers in Nederland. Het kan worden vergeleken met een 
persoonlijke website die in verbinding staat met de website van andere gebruikers. Hierbij is het 
mogelijk de “status” van de gebruiker te delen, met andere woorden wat hij aan het doen is. Ook 
kunnen foto’s en filmpjes worden gedeeld en is het mogelijk om mensen te “taggen” in foto’s. Dat 
houdt in dat mensen als het ware worden aangewezen in foto’s. Daarbij kan de gebruiker van 
Facebook zelf bepalen met wie hij “vriend” wordt. Nadat de blogger mensen heeft uitgenodigd om 
zich te laten registreren is er toegang tot ieders profielpagina. Dit betekent dat bij Facebook zowel een 
uitnodiging als een aanvaarding nodig is om het contact tot stand te brengen. Juridisch gezien is hierbij 
op grond van artikel 6:217 BW sprake van de totstandkoming van een overeenkomst. Ook is het 
mogelijk een groep aan te maken waardoor de gebruikers via de discussiefora met elkaar in contact 
staan.12  
2.1.3  Twitter                                                                                                                                     
Twitter13 is een populaire microblogwebsite met in 2013 een groei van een half miljoen gebruikers per 
maand.14 Het is onmiddellijke berichtgeving gecombineerd met webloggen met als resultaat een groot 
aantal volgers dat in korte tijd kan worden bereikt. De gebruikers, ieder met een eigen profiel, kunnen 
korte berichten van maximaal 140 tekens publiceren.15 Het verzenden van een Twitterbericht heet ook 
                                                 
8 Infopunt Veiligheid, 2012, p.5.   
9 Infopunt Veiligheid, 2012, p.5. 
10 Zie ook: www.facebook.com. 
11<www.nrcq.nl › Tech> (geraadpleegd op 14 juli 2014). 
12 <https://nl-nl.facebook.com/help/162866443847527/> (geraadpleegd op 6 oktober 2014). 
13 Zie ook: <www.twitter.com>. 
14 Oosterveer 2013, p.1. 
15 <www.twitter.com>. 
  11
wel “ twitteren”. Foto’s, video’s en gesprekken kunnen direct in tweets16 worden bekeken. Behalve op 
de pc kan dit ook op een gsm, smartphone of een ander mobiel apparaat met een internetaansluiting.  
Standaard kan iedereen “volger” worden van elke Twitterfeed. De twitteraar dient er dan rekening mee 
te houden dat een willekeurig iemand de Twitterberichten (tweets) kan lezen, ook als er @ voor wordt 
gezet.17 Hij heeft dan weinig privacy. Twitter biedt een speciale functie waarbij de gebruiker bewust 
berichten kan afschermen van de openbare site. Berichten kunnen dan alleen gevolgd worden als de 
gebruiker dit toelaat. In die gevallen zijn door de gebruiker duidelijk berichten geselecteerd die hij als 
privé beschouwt. Uitgangspunt voor de geselecteerde groep is dan de privacy van de gebruiker te 
respecteren en deze berichten niet te publiceren of door te geven aan anderen.   
Volgens het gerechtshof ‘s-Gravenhage18 is het sturen van Twitterberichten een eenzijdige actie 
geïnitieerd vanuit de volger en niet specifiek vanuit de eigenaar van het gevolgde Twitteraccount. 
Anders dan bij Facebook hoeft bij Twitter geen overeenstemming te worden bereikt. Volgens het 
gerechtshof is twitteren dan ook in dit geval geen specifieke uitnodiging aan kandidaten maar een 
vorm van “modern adverteren” gericht op een groot aantal gegadigden. Feitelijk gezien is Twitter 
mijns inziens wereldwijd een openbare sms. Uit dit arrest kan worden afgeleid dat de rechter 
waarschijnlijk anders zou beslissen indien de tweets specifiek aan één kandidaat waren gericht. Wat 
bijzonder is in dit arrest, is dat het gerechtshof echt inging op het specifieke karakter van Twitter.  
2.2  Facebook- en Twitteraccount                                                                                                                          
Een Facebook- of Twitteraccount is niet te beschouwen als “eigendom”. Het begrip “eigendom” is op 
grond van artikel 5:1, lid 1 BW namelijk alleen van toepassing op een zaak. Net als een domeinnaam19 
is een Facebook- of Twitteraccount niets anders dan een contractuele afspraak tussen de gebruiker en 
Facebook en/of Twitter op basis waarvan Facebook en/of Twitter de gebruiker toegang geeft tot haar 
diensten. Daarnaast geven Facebook en/of Twitter de gebruiker toestemming hun software te 
gebruiken om berichten te verzenden. De algemene voorwaarden zwijgen zowel bij Facebook als 
Twitter over de eigendomskwestie.20  Gelet op het feit dat in de algemene voorwaarden steeds over 
"you"  wordt gesproken, geeft aan dat er een overeenkomst wordt afgesloten tussen Facebook en/of 
Twitter en degene die het account aanvraagt, en niet zijn bedrijf of werkgever.  
Bij aanvaarding van de overeenkomst kunnen de gebruikersvoorwaarden onderdeel van de 
overeenkomst worden. Een hyperlink naar de algemene gebruiksvoorwaarden is hierbij voldoende. De 
                                                 
16 Twitter's kern is een hoeveelheid kleine deeltjes aan informatie genaamd “tweets”. 
17 Hiermee wordt aangegeven dat een bericht voor een bepaald persoon bedoeld is. 
18 Hof ‘s-Gravenhage 21 februari 2012, LJN BW0090. 
19 Meijboom 2007, p. 41. 
20 <https://twitter.com/tos>. 
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voorwaarden van Facebook en Twitter bepalen onder andere wat privé is en wat zij binnen de 
wettelijke kaders mogen doen met de inhoud die privé is. 
 
2.3  Massacommunicatie versus social media  
Voor de doorbraak van social media gebruikten organisaties vaak massacommunicatiemiddelen. 
Volgens Hemels kan massacommunicatie geassocieerd worden met open communicatie waarbij grote 
groepen mensen worden bereikt.21 Eigentijdse voorbeelden zijn radio, televisie en pers. Een kenmerk 
van massacommunicatie is dat diverse media in zekere mate gelijkluidende berichten versturen.22 De 
oorzaak hiervan is dat bij massacommunicatie een woordvoerder een bericht weergeeft aan het 
publiek.23  
 
Bij massacommunicatie doet zich een top-down aanpak voor. Hiermee wordt bedoeld dat bij het 
ontwerpen en distribueren van informatie en berichten van het hoogste centrale niveau wordt 
uitgegaan.24 Daarentegen kan bij social media gesproken worden van een bottom-up benadering omdat 
de ingang wordt gekozen door de gebruiker. Social media onderscheiden zich hierin van 
massacommunicatie. Zo bieden Facebook en Twitter geen centrale bron van informatie aan. In 
tegenstelling tot massacommunicatie zijn het bij Facebook en Twitter de gebruikers die 
gebruikmakend van berichten hun informatie rechtstreeks en onderling delen in hun web zonder dat er 
optredende instellingen tussen zitten.25 Door het opdoemen van social media hebben werknemers een 
veel groter potentieel bereik behaald om gevoelige informatie zonder censuur en restricties over de 
instelling te onthullen.26 Het voorbeeld van een (ontactische) tweet van voormalig districtschef Gerda 
Dijksman illustreert dit.27  
 
2.4 Privé- of zakelijk gebruik     
Het gebruik van Facebook en Twitter wordt  vaak geassocieerd met communicatie in de privésfeer. De 
rechtbank Maastricht28 oordeelde namelijk dat social mediagebruik door middel van Facebook en 
Twitter in beginsel als privégebruik moet worden aangemerkt. Uitingen vallen daarom in principe 
onder de vrijheid van meningsuiting tenzij voor een ieder duidelijk en ondubbelzinnig het zakelijke 
karakter daarvan blijkt.29 Zo is de voorzieningenrechter Rotterdam30 van oordeel dat berichtgeving op 
                                                 
21 Hemels 1982, p. 28.  
22 Boverman e.a., 2011, p. 19.  
23 Huijskens, 2011, p. 1.   
24 Boverman e.a., 2011, p. 19.   
25 Koeleman, 2011, p. 1.   
26 Huijskens, 2011, p. 1. 
27 NRC 25 februari 2011, p. 1. 
28 Rb. Maastricht 8 februari 2012, LJN BV3122. 
29 Rb. Maastricht 8 februari 2012, LJN BV3122. 
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Facebook op initiatief van de werknemer met een duidelijk zakelijk karakter, niet geacht wordt te zijn 
gebeurd in de privésfeer van de werknemer. In onderhavig arrest zijn geconstateerde overtredingen 
van werknemer van het relatiebeding begaan door het enkel plaatsen/ delen door hem op Facebook van 
berichten, waarmee werknemer klanten van zijn werkgever heeft kunnen bereiken. Dat deze berichten 
specifieke met naam genoemde klanten van werkgever daadwerkelijk hebben bereikt acht de 
voorzieningenrechter daarbij niet van belang. Uitingen op het eigen profiel op Facebook kunnen dus 
wel degelijk zakelijk van karakter zijn, waardoor de werkgever bevoegd kan zijn sancties op te 
leggen.31 De Artikel 29-Werkgroep32 is naar aanleiding hiervan van mening dat sociale netwerksites de 
gebruikers moeten waarschuwen voor de privacyrisico’s wanneer ze informatie aan hun profiel 
toevoegen.  
 
Daarentegen oordeelde het gerechtshof ’s-Gravenhage33 dat met het versturen van twitterberichten nog 
geen sprake is van (op individuele basis) onderhouden van zakelijke contacten, ook niet als volgers 
worden betrokken. Het kan volgens het gerechtshof worden gezien als een moderne vorm van 
adverteren. Het volgen op Twitter is, zoals het gerechtshof overweegt, “eenzijdige actie vanuit de 
volger en niet specifiek geïnitieerd vanuit de eigenaar van het gevolgde Twitteraccount”. Een 
uitnodiging om “vriend” te worden en de acceptatie daarvan zijn, anders dan bij Facebook, niet nodig. 
Tweets zijn in beginsel door iedereen te volgen. Hieruit blijkt dat het gerechtshof onderscheid lijkt te 
maken naar de manier van interactie op de social media. 
 
In een ander geval, had een werknemer zijn leidinggevende en zijn werkgever “op grove wijze 
beledigd” op een afgeschermd Facebookprofiel.34 Volgens de rechtbank Arnhem behoort Facebook in 
beperkte mate tot het privédomein van de werknemer omdat het begrip “vrienden” erg betrekkelijk is. 
In dit geval had een collega van de werknemer, die deel uitmaakte van de vrienden, de werkgever van 
dit bericht in kennis gesteld. Bij het plaatsen van een Facebookbericht bestaat eveneens het risico dat 
een “vriend” een reactie plaatst op dat bericht waardoor ook anderen dan “vrienden” daarvan kennis 
kunnen nemen. De rechter hield bij zijn beslissing rekening met dit gegeven. Bovendien woog de 
rechter in zijn beslissing mee dat het gevaar bestaat dat een dergelijk bericht kan worden geretweed 
waardoor het een groot potentieel bereik heeft. 
                                                                                                                                                        
30 Rb. Rotterdam (vzr.) 29 augustus 2012, RAR 2012, 166 (Geerdes). 
31 Rb. Arnhem 19 maart 2012, LJN BV9483 (Blokker). 
32 Artikel 29 Werkgroep 2009. Dit is een onafhankelijk advies- en overlegorgaan op het gebied van privacy van de Europese 
   commissie. De naam van de werkgroep is ontleend aan artikel 29 van de Europese Privacyrichtlijn 95/46/EG. 
33 Hof ’s-Gravenhage 21 februari 2012, LJN BW0090. 
34 Rb. Arnhem 19 maart 2012, LJN BV9483 (Blokker). 
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Ook anderen dan de “vrienden” van werknemer kunnen kennis nemen van het bericht in kwestie. De 
kring van mensen die kennis kunnen nemen van het bericht is volgens de kantonrechter dan ook te 
onbepaald. Het privékarakter van Facebook en het begrip “vrienden” is volgens de kantonrechter dan 
ook betrekkelijk.  
2.4.1  Publiek- of privaat domein                                                                                                     
Mijns inziens spelen bij publiek- of privaatrecht twee relevante kwesties een rol. Ten eerste blijkt uit 
jurisprudentie dat rechters soms onvoldoende onderscheid maken tussen het publieke- en het private 
domein. Alhoewel de wetgever de opdracht meekrijgt om daar waar nodig is, dit onderscheid duidelijk 
gestalte te geven,35 is het aan de rechter om te bepalen of een dienst hetzij een openbare, hetzij een 
besloten communicatievorm is.36 Niet alle social media zijn even “openbaar”. Ook heeft de gebruiker 
of degenen die een bericht plaatsen, hier vaak geen controle op. Twitterberichten die elke volger kan 
retweeten, zullen bijvoorbeeld meer openbaar zijn dan een bericht in een afgesloten chat-sessie of 
WhatsApp-groep.37 Met het plaatsen van berichten op een afgeschermd profiel van Facebook wordt er 
min of meer vanuit gegaan dat het publieke domein is betreden, temeer nu antwoorden op berichten 
leiden tot een groter bereik dan de “eigen” vrienden. 
In de zaak Blokker, waar de werknemer beledigende uitingen over zijn werkgever heeft gedaan op een 
afgeschermd profiel op Facebook, heeft de rechter mijns inziens te snel geoordeeld dat de uitingen op 
Facebook tot het publieke domein moeten worden gerekend. Uit de uitspraak blijkt namelijk dat de 
rechter onvoldoende bekend is met het fenomeen “social media”, wat invloed lijkt te hebben gehad op 
zijn uitspraak. Dit blijkt namelijk uit zijn overweging dat het risico van retweeten mogelijk is in relatie 
tot Facebook.38 Desondanks heeft de werknemer zich volgens de kantonrechter “publiekelijk geuit” en 
moest hij er op bedacht zijn dat zijn berichten werden “geretweed”. Hierbij rijst de vraag of een 
afgeschermd Facebookprofiel wel een publieke plaats is. Mijns inziens is dit afhankelijk van de 
omstandigheden van het geval. De Hoge Raad heeft in 193639 overwogen dat een openbare 
gelegenheid toch als besloten moet worden aangemerkt, als de woordvoerders hebben besloten dat 
alleen maar een selecte groep aanwezig mag zijn. Mijns inziens zou de rechter in zijn oordeelsvorming 
moeten betrekken of het profiel zodanig wordt beheerd dat er geen willekeurige derden toegang tot het 
profiel hebben. Reden hiervan is om te kunnen spreken van een besloten site waarop niet openbare 
uitspraken kunnen worden gedaan.  
                                                 
35 Kamerstukken 11 1997-1998, 25 880, nr. 1-2, p. 45 (MvT). 
36 Van de Net 2000, p. 27. 
37 WhatsApp is een berichten service, eigenlijk een chatprogramma voor mobiele telefoons. 
38 Het lijkt dat het Hof beter geïnformeerd dient te worden over de functie van social media, de privacy-opties die ze bieden 
    en in welke mate de werknemer bij het plaatsen van een bericht op een afgeschermd profiel kan verwachten dat het op het 
    publieke domein terecht komt. 
39 HR 11 november 1936, NJ 1936, 170. 
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2.4.2  Vervaging grens werk en privé 
Hierbij komt het tweede probleem aan de orde, namelijk dat de grenzen tussen zakelijk en privé steeds 
meer vervagen. Waar werknemers menen zich privé uit te laten, kan dit effekt hebben op de zakelijke 
sfeer. Daarnaast wordt in privétijd gewerkt en in werktijd worden privécontacten onderhouden. 
Sommige netwerksites zoals LinkedIn zijn duidelijk zakelijker dan andere netwerksites zoals 
Facebook en Twitter.40 De grens vervaagt al zodra er collegae tot de geselecteerde “vrienden” behoren 
zoals in de zaak Blokker41 het geval is. 
Doordat de grenzen tussen werk en privé vervagen, is het zowel voor de werkgever als de werknemer 
onduidelijk welke mededelingen al dan niet toelaatbaar zijn op Facebook en Twitter.42  
2.4.3  Samenvatting 
Het traditionele concept van wat publiek en privaat is, is moeilijk toepasbaar op het gebruik van 
Facebook en Twitter. Tot op heden bestaat er nog geen eenduidige mening over welke activiteiten op 
het gebied van Facebook en Twitter al dan niet tot de privésfeer moeten worden gerekend. De huidige 
lijn lijkt te zijn dat zowel Facebook als Twitter in zekere mate publiekelijk toegankelijk zijn. 
Aangezien openbare sites en profielen voor werkgevers vrij toegankelijk zijn, kan het publieke 
karakter van Facebook en Twitter leiden tot invloed op de werksfeer.43 Ook kan de keuze van een 
bepaald medium bij de beoordeling door de rechter een relevante factor zijn.44 Na dit hoofdstuk, 
waarin is ingegaan op social media, zal in het volgende hoofdstuk worden ingegaan op de 









                                                 
40 Ktr. Maastricht 8 februari 2012, LJN BV3122. 
41 Ktr. Arnhem 19 maart 2012, JAR 2012, 97, LJN BV9483 (Blokker).     
42 Tempelman & Hagenaars 2012, p. 5.  
43 Ktr. Arnhem 19 maart 2012, JAR 2012, 97, LJN BV9483 (Blokker).     
44 Ktr. Arnhem 19 maart 2012, LJN BV9483 (Blokker); Engelfriet & Thole 2012-34. 
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3 GRONDRECHTEN VRIJHEID VAN MENINGSUITING EN PRIVACY EN DE WET 
BESCHERMING PERSOONSGEGEVENS 
 
Om vast te kunnen stellen of de grondrechten vrijheid van meningsuiting en privacy, werking 
toekomen als een werknemer een uiting doet op social media, wordt eerst uiteengezet wat deze twee 
grondrechten nu precies inhouden. Eerst wordt in paragraaf 3.1 ingegaan op wat grondrechten zijn. In 
paragraaf 3.2 wordt het juridisch kader geschetst.  Vervolgens wordt in paragraaf 3.3 ingegaan op de 
klassieke- en sociale grondrechten en in paragraaf 3.4 op de werking van grondrechten. Daarna wordt 
in paragraaf 3.5 ingegaan op het grondrecht vrijheid van meningsuiting. Vervolgens komt in paragraaf 
3.6 het recht op privacy aan bod, waarbij uitgebreid wordt ingegaan op de Wet bescherming 
persoonsgegevens. Voorts komt in paragraaf 3.7 het voorstel tot herziening van de Grondwet aan bod. 
Tot slot wordt hoofdstuk 3 in paragraaf 3.8 afgesloten met een conclusie. 
  
3.1  Grondrechten 
Grondrechten zijn een eeuwenoud45 en tegelijk een actueel fenomeen in onze maatschappij. 
Er zijn verschillende definities gegeven van grondrechten. Volgens Kortmann kunnen grondrechten 
worden gekenmerkt als “die rechten die fundamenteel zijn voor de persoonlijke vrijheid van de mens, 
voor de handhaving van de menselijke autonomie.”46 Burkens definieert grondrechten als 
“rechtsnormen die de strekking hebben aan de mens een menswaardig bestaan te verzekeren.”47 Het 
zijn rechten welke iedere burger toekomt en die zich op het grondgebied van een staat bevindt. De 
status van grondrecht houdt niet in dat het kan worden gezien als een absoluut recht. Een beperking op 
het grondrecht is mogelijk, mits het grondrecht zelf daar mogelijkheden toe biedt.48 Grondrechten zijn 
niet overdraagbaar en er kan geen afstand van worden gedaan. Omdat de burger contractsvrijheid 
heeft, kan hij wel instemmen met een beperking. De Grondwet (Gw) is de fundamentele basis voor 
alle wetten. Het is de basis die de waarden van een rechtsstaat en democratische samenleving 
waarborgt.  
 
3.2  Juridisch kader  
Grondrechten zijn vastgelegd in mensenrechtenverdragen49 en in hoofdstuk 1 van de Grondwet. In het 
perspectief van dit onderzoek zal in de navolgende paragrafen het juridisch kader van respectievelijk 
                                                 
45 Van Dijk 1986 (13-14), p. 9-39. 
46 Kortmann 2012, p. 337. 
47 Burkens 2014, p. 50. 
48 Janssens & Nieuwenhuis 2011, p. 10.  
49 Bijvoorbeeld: Europees Verdrag voor de rechten van de mens (EVRM). 
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de grondrechten vrijheid van meningsuiting en privacy worden gekenschetst. Voor de goede orde dient 
hierbij te worden opgemerkt dat tussen de diverse grondrechten geen hiërarchie bestaat.50 
 
3.2.1 Juridisch kader grondrecht vrijheid van meningsuiting 
Het grondrecht vrijheid van meningsuiting is vastgelegd in verschillende internationale verdragen. De 
belangrijkste zijn artikel 10 van het Europees Verdrag tot bescherming van de Rechten van de Mens 
en de fundamentele vrijheden (EVRM) en artikel 19 van het Internationaal Verdrag inzake 
Burgerrechten en Politieke Rechten (IVBPR). De vrijheid van meningsuiting is in onze nationale 
wetgeving opgenomen in artikel 7 Gw. 
 
3.2.2 Juridisch kader grondrecht privacy 
Ook het grondrecht privacy is in diverse internationale verdragen opgenomen. Het recht op privéleven 
is als fundamenteel recht terug te vinden in artikel 8 EVRM en artikel 17 IVBPR en artikel 8 Europees 
Handvest van de grondrechten van de Europese Unie (EU-Handvest). Het recht op privacy is in 
Nederland geregeld in artikel 10 Gw. De leden 2 en 3 leggen aan de wetgever de verplichting op om 
het recht op bescherming van persoonsgegevens nader wettelijk te regelen. Dit heeft de basis gevormd 
voor de invoering van een formele wet, te weten de Wet bescherming persoonsgegevens (Wbp). De 
Wbp is de Nederlandse uitwerking van de Europese richtlijn bescherming persoonsgegevens.51 Het is 
de opvolger van de Wet persoonsregistratie. Het is een kaderwet die geldt voor diverse 
omgangsvormen van verwerking52 van persoonsgegevens op verschillende terreinen van het 
maatschappelijk leven. Hierop zal in paragraaf  3.6.1 nader worden ingegaan. Om de achtergrond en 
het rechtskarakter van de verschillende rechten beter te typeren, wordt in de volgende twee paragrafen 
eerst respectievelijk ingegaan op de klassieke- en sociale grondrechten en de werking van 
grondrechten.    
 
3.3 Klassieke- en sociale grondrechten   
Grondrechten zijn onder ander te onderscheiden in klassieke- en sociale grondrechten. Het kenmerk 
van een klassiek grondrecht is dat overheidsbemoeienis op dit gebied uitblijft. Ze beperken de 
bevoegdheid van de overheid en houden voor de burger afdwingbare rechten in.53 Sociale 
grondrechten bevatten vooral instructienormen voor de uitoefening van overheidstaken. Bij de 
realisering van sociale grondrechten is de overheid aan de klassieke vrijheidsrechten gebonden. De 
                                                 
50 Kamerstukken 1 2003/04, 29 614, nr. 3, p. 2. 
51 Richtlijn 95/46 EG (PbEG 1995 L 281/302). 
52 Verwerking is iedere geautomatiseerde verwerking of opname van gegevens in een bestand. Zie voor gebruik gegevens op 
    een website; zie ook: HvJ EG 6 november 2003, C-101/01 (Bodil Lindqvist), Jur. 2003, p. I-12971. 
53 Bellekom e.a. 2007, p. 350.   
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klassieke grondrechten kunnen in de regel rechtstreeks horizontaal worden toegepast, terwijl dat bij 
sociale grondrechten niet zonder meer het geval is.54  
 
3.4 Werking van grondrechten 
Grondrechten zijn van origine bedoeld om de aan de mens van nature toekomende vrijheden te 
beschermen tegen inmenging van de overheid. Dit noemt men de zogenoemde verticale verhouding 
tussen de overheid en de burger, ook als de overheid privaatrechtelijk optreedt.55 In Nederland is het 
geruime tijd algemeen aanvaard gebleven dat grondrechten alleen verticale werking hebben.56 De 
praktijk wijst echter uit dat de bepalingen in de Grondwet ook steeds meer gebruikt worden ter 
regulering van de verhouding tussen burgers onderling. De artikelen hebben dan niet alleen een 
verticale- maar ook een horizontale werking. Kuitenbrouwer stelt zelfs dat het typerend is voor het 
internet, als metafoor voor de elektronische snelweg en informatiemaatschappij, dat momenteel het 
horizontale aspect van grondrechten wordt benadrukt.57  
 
3.4.1  Horizontale werking van grondrechten 
Grondrechten werken in de horizontale verhouding tussen burgers anders dan in een verticale 
verhouding tussen burger en overheid. Volgens de regering is van horizontale werking van een 
grondrecht sprake wanneer een grondrecht “rechtens relevant” is.58 De Grondwetgever heeft 
uitdrukkelijk erkend dat grondrechten ook werking kunnen hebben tussen burgers onderling, dus ook 
tussen werkgever en werknemer. Enerzijds speelt hierbij de visie van de regering dat aan de rechter in 
het concrete geval is overgelaten om te bepalen of een specifiek grondrecht ook tussen burgers werkt. 
Anderzijds heeft de regering een glijdende schaal met vijf uiteenlopende fases van horizontale werking 
ingevoerd. In de literatuur wordt deze vijfdeling vaak vereenvoudigd in een tweedeling te weten, 
directe- en indirecte horizontale werking.59 
 
3.5     Recht op vrijheid van meningsuiting en artikel 7 Grondwet 
Na de klassieke- en sociale grondrechten evenals de werking van grondrechten te hebben beschreven,  
zullen de grondrechten vrijheid van meningsuiting en privacy aan een nadere beschouwing worden 
onderworpen. In deze paragraaf staat het recht op vrijheid van meningsuiting als eerste centraal.Vanaf 
1815 wordt  in Nederland de vrijheid van drukpers beschermd in de Grondwet. Pas in 1983 wordt de 
bescherming van uitingen anders dan door middel van drukpers in de Grondwet opgenomen. Uit de 
                                                 
54 Verhey 1992, p. 172 e.v.  
55 HR 26 april 1996, NJ 1996, 728 (Rasti Rostelli). 
56 Burkens e.a. 2014, p. 140. 
57 Kuitenbrouwer 2000, p. 4. 
58 Kamerstukken 1, 1976/77, 13 872 - 13 873, nr. 55b, p. 17. 
59 Akkermans, Bax & Verhey 2005, p. 171-172; Verhulp 1999, p. 20-21. 
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eerste drie leden van artikel 7 Gw kan achtereenvolgens worden opgemaakt dat de vrijheid van 
meningsuiting is te onderscheiden in de vrijheid van drukpers, de omroepvrijheid en de vrijheid om 
met andere middelen gedachten en gevoelens te openbaren. In het vierde lid is bepaald dat het maken 
van handelsreclame buiten de reikwijdte valt. 
 
3.5.1 Reikwijdte artikel 7 Grondwet 
Artikel 7 lid 1 Gw bepaalt dat niemand voorafgaand verlof nodig heeft voor het openbaren van 
gedachten of gevoelens door middel van de drukpers. De reikwijdte van artikel 7 Gw wordt in lid 1 
van het artikel bepaald door het woord “niemand”. Hierdoor wordt de vrijheid van meningsuiting van 
iedere persoon beschermd. Dit geldt voor zowel natuurlijke- als privaatrechtelijke rechtspersonen 
evenals groepen en organisaties zonder rechtspersoonlijkheid. In de jurisprudentie is nauwelijks een 
vaste lijn te bespeuren of “symbolic speech”60 binnen de reikwijdte van het recht op vrijheid van 
meningsuiting valt.  
 
3.5.2 Toelichting artikel 7 lid 1 Grondwet 
In deze paragraaf zal de inhoud van artikel 7 Gw nader worden toegelicht. Op grond van artikel 7 lid 1 
Gw valt alleen het “openbaren” van uitingen onder dit wetsartikel. Niemand heeft hierbij voorafgaand 
verlof nodig. Dit heeft tot gevolg dat pas achteraf uitingen beperkt mogen worden op grond van een 
wet in formele zin.61  
 
De formulering “gedachten en gevoelens” wordt door de grondwetgever en in de rechtspraak extensief 
geïnterpreteerd. Hieronder worden ook feitelijke mededelingen en inlichtingen verstaan.62  
Dit wordt ook wel gedefinieerd als een openbare communicatievrijheid, waarmee wordt beoogd dat 
iedereen recht heeft op vrijheid van meningsuiting. Het recht op gedachten en gevoelens openbaren 
lijkt slechts een deel van de communicatie tussen de burgers in te houden. Communicatie is naast het 
uiten van gedachten of gevoelens ook het vergaren, ontvangen, doorgeven of verspreiden daarvan.63 
Desondanks heeft de Hoge Raad64 bepaald dat het verspreiden buiten de reikwijdte van artikel 7 lid 1 
Gw valt. Uit jurisprudentie blijkt namelijk dat de Hoge Raad geleidelijk een onderscheid heeft 
gemaakt tussen het “openbaren” en “verspreiden” van gedrukte- of geschreven stukken.65 Aan dit 
onderscheid zijn belangrijke rechtsgevolgen verbonden. Een consequentie hiervan is dat de 
beperkingen ten aanzien van het verspreidingsrecht niet hoeven te voldoen aan de beperkingsclausules 
                                                 
60 Hins & Nieuwenhuis 2010, p. 97. 
61 Kortmann 2012, p. 382. 
62 Kamerstukken II 1976/77, 13 872, nr. 7, p. 26. 
63 Asscher 2004, p. 11. 
64 HR 28 november 1950, NJ 1951, 137 (APV Tilburg). 
65 Bellekom, e.a. 2007, p. 386.   
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van artikel 7 Gw. Hierdoor mogen beperkingen ook door lagere wetgevers worden opgelegd, voor 
zover daardoor niet de uitoefening van het openbaringsrecht bedreigd wordt.66 Voor uitingsmiddelen 
zoals social media valt volgens de Commissie Grondrechten niet goed af te leiden of ze onder de 
categorie “openbaren” of  “verspreiden” vallen.67  
 
Voorts kan uit de bepaling van artikel 7 Gw niet worden afgeleid of onder het openbaren ook 
het vergaren en ontvangen van informatie wordt verstaan. Bij de grondwetsherziening van 1983 heeft 
de regering wel te kennen gegeven, voor het geval er een nauwe samenhang is tussen het vergaren en 
ontvangen van inlichtingen en denkbeelden en het uiten van gedachten en gevoelens, vergaren en 
ontvangen is aan te merken als een onderdeel van het begrip “openbaren van gedachten en 
gevoelens”.68 Volgens Kortmann is dit een zeer ruime uitleg van artikel 7 lid 1 Gw.69 Het standpunt 
van Schuijt is bij de formulering “openbaren van gedachten en gevoelens”,  dat iedere burger zich 
dient te realiseren dat tot de vrijheid om zich te uiten ook de vrijheid om informatie te ontvangen deel 
uitmaakt.70 Als argument voert hij hierbij aan dat aan een uiting een proces van informatie inwinnen 
en meningsvorming voorafgaat.  
 
3.5.3 Toelichting artikel 7 lid 3 Grondwet 
In het kader van het onderwerp van dit onderzoek, is artikel 7 lid 3 Gw het meest interessant. Dit derde 
lid is aan te merken als een restcategorie, nu hier gesproken wordt over het openbaren van gedachten 
of gevoelens door andere dan in de voorgaande leden genoemde middelen.  
Volgens het derde lid is hiervoor geen voorafgaand verlof nodig. Dit, vanwege de inhoud daarvan, 
behalve ieders verantwoordelijkheid volgens de wet. Daarmee is expliciet een verbod op censuur 
opgenomen.71 De reikwijdte van artikel 7 Gw als geheel is door deze toevoeging aanzienlijk 
verruimd.72 Zo heeft voor het openbaren van gedachten of gevoelens op of via social media sites 
niemand voorafgaand verlof nodig. Hierbij is van belang dat er een evenwicht bestaat tussen enerzijds 
de verworven vrijheid van meningsuiting van het individu en anderzijds de rechten van anderen en het 
gemeenschapsbelang, waaraan een dusdanig gewicht toegekend kan worden, dat de individueel 
verworven vrijheid van meningsuiting daarvoor moet wijken. 
 
                                                 
66 Bellekom, e.a. 2007, p. 387.   
67 Commissie Grondrechten, 2000b, p. 10.   
68 Kamerstukken II 1975/76, 13 872, nr. 3, p. 33. 
69 Kortmann 2012, p. 438. 
70 Schuijt 2006, p. 341-356. 
71 Zie over artikel 7 Gw uitgebreid: Kortmann 2012, p. 378 e.v. 
72 Bellekom e.a. 2007, p. 386.   
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Gelet op de technologische ontwikkelingen is de formulering van dit artikel achterhaald, en zou dit 
artikel voor uitingen die geplaatst worden op social mediasites bescherming moeten bieden. Daarom is 
de Commissie Grondrechten in het digitale tijdperk73 van mening dat de formulering van artikel 7 Gw 
gewijzigd dient te worden zodat “het artikel geheel techniekonafhankelijk wordt geformuleerd”.74 Hier 
wordt in paragraaf 3.7 nader op ingegaan. 
 
3.5.4 Werking artikel 7 Grondwet 
Zoals in paragraaf  3.4  al is opgemerkt, is artikel 7 Gw geformuleerd als waarborgnorm in 
de verhouding tussen burgers en overheid. De beperkingsclausules die zijn opgenomen in artikel 7 
Gw, zijn hoofdzakelijk van toepassing op de verhouding overheid-burger en niet op de beperking van 
grondrechten in horizontale verhoudingen. Afgezien daarvan is de horizontale werking van het recht 
op vrijheid van meningsuiting niet expliciet erkend door de Hoge Raad. In de jurisprudentie wordt 
door de rechter in arbeidsrechtelijke geschillen nauwelijks direct getoetst aan dit grondrecht.75 Toch 
heeft de grondwettelijke vrijheid van meningsuiting wel degelijk werking binnen de 
arbeidsovereenkomst. Dit blijkt uit het standpunt dat de wetgever heeft ingenomen bij de 
grondwetsherziening.76 Voor het geval de rechter het recht op vrijheid van meningsuiting meeneemt in 
de belangenafweging, gebeurt dat meestal indirect via artikel 7:611 BW. Het recht op vrijheid van 
meningsuiting wordt hiermee vormgegeven in de arbeidsrelatie. In paragraaf 5.1 wordt hier nader op 
ingegaan. In de volgende paragraaf zal eerst het recht op privacy zoals dit is geregeld in artikel 10 van 
de Grondwet behandeld worden. 
 
3.6  Recht op privacy en artikel 10 Grondwet 
Al in 1879 probeerde men in de VS een definitie te geven van het recht op privacy. Het werd voor het 
eerst omschreven door Warren & Brandeis als: "The right to be let alone".77 Het is de eerste juridisch 
gegeven definitie die ruim is uitgelegd.78 Het recht op privacy is in Nederland allereerst geregeld in 
artikel 10 Gw. Het is erg ruim geformuleerd omdat het een artikel is dat de algemene eerbiediging en 
bescherming van de persoonlijke levenssfeer "behoudens bij of krachtens de wet te stellen 
beperkingen" moet realiseren.  Dit betekent dat er een formeelwettelijke grondslag voor de beperking 
moet bestaan.  Het begrip “persoonlijke levenssfeer” is bij de grondwetsherziening in 1983 aangepast 
naar de opneming van een zelfstandig grondrecht op eerbiediging van de persoonlijke levenssfeer. Dit 
recht is opgenomen in artikel 10 lid 1 Gw. Het is echter niet nader gedefinieerd. Wel is in de MvT 
                                                 
73 Commissie Grondrechten 2000, p. 86. 
74 Commissie Grondrechten, 2000b, p. 13.   
75 Houweling 2011, p. 80. 
76 Aanhangsel Handelingen II 1996/97, nr. 1429, vragen gesteld naar aanleiding van Verhulp 1997.  
77 Warren & Brandeis 1890 (vol) 4 nr. 5.  
78 Martens 2000, p. 34-35.         
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privacy omschreven als de “ruimte” die de burger overhoudt om zijn eigen leven te leiden met zo min 
mogelijk bemoeienis van buitenaf.79  
 
Het recht op privacy houdt niet alleen de eerbiediging van iemands lichaam, woning, brief- en 
telefoongeheim in, maar omvat ook de bescherming van persoonsgegevens.80 Het recht op privacy kan 
worden opgesplitst in vier categorieën privacy, te weten: een ruimtelijke- relationele- informationele 
privacy en lichamelijke integriteit.81 Voor de arbeidsrelatie is de ruimtelijke privacy typerend omdat 
het betrekking heeft op de eigen werkplek. De relationele privacy is in het kader van dit onderzoek van 
belang, omdat het om vertrouwelijke informatie kan gaan die wordt geuit op Facebook of Twitter. Op 
de ruimtelijke- en relationele privacy wordt in hoofdstuk 6 nader ingegaan. De informationele privacy 
is in dit onderzoek ook relevant omdat dit gaat over de verwerking van persoonsgegevens. Dit komt in 
de volgende paragraaf aan bod. Lichamelijke integriteit uit zich bijvoorbeeld in alcohol- en drugstests. 
Deze is irrelevant voor dit onderzoek.  
 
Het element "eerbiediging" in de definitie van dit grondrecht, heeft een dubbele strekking. Naast de 
functie van verdedigingsrecht, laat deze term ook ruimte voor het aannemen van positieve verplichtingen 
van de overheid.82 Dit impliceert in feite dat lid 1 tot de klassieke grondrechten behoort en de leden 2 en 
3 tot de sociale grondrechten.83 De leden lid 2 en 3 Gw zijn uitgewerkt in de Wbp, waar ook werkgevers 
zich aan dienen te houden. Hierop wordt in de volgende paragrafen ingegaan. 
 
3.6.1 Wet bescherming persoonsgegevens  
De vastlegging en verwerking van persoonsgegevens valt onder de informationele privacy84  en is 
geregeld in de Wbp. Het gaat hierbij om gegevens die herleidbaar zijn tot het individu. De regels van 
de Wbp zijn dwingendrechtelijk van aard. De Wbp behelst normen voor een behoorlijke- en 
zorgvuldige gegevensverwerking. Artikel 8 is het kernartikel van de Wbp en bevat een opsomming 
van de gronden voor toelaatbare gegevensverwerking. De werknemer moet op grond van artikel 23 lid 
1 sub a ondubbelzinnige toestemming geven voor gegevensverwerking die hem aangaat, tenzij de 
werkgever een zelfstandige wettelijke grondslag heeft voor het plaatsen van bijvoorbeeld gegevens op 
internet.85 Persoonsgegevens zoals personeelsvolgsystemen86 worden op grond van artikel 7 Wbp voor 
                                                 
79 Kamerstukken 11 1975/76, 13 872-3, p. 41 (MvT). 
80 Thole, van der Jagt & Roerdink 2010, p. 13.   
81 Verhulp 1999, p. 142-160; Terstegge 2000, p. 14.   
82 Volgens de parallel met de jurisprudentie van het EHRM wat betreft de in artikel 8 EVRM geïncorporeerde positieve  
    verplichtingen.   
83 Bunschoten e.a 2009, p. 29.  
84 Informationele privacy is het recht zelf te bepalen wie welke informatie van de desbetreffende persoon heeft nagestreefd. 
    Dit recht is vastgelegd in artikel 8 van het Handvest van de Grondrechten van de Europese Unie. 
85  < http://www.cbpweb.nl/downloads_rs/rs_2013_richtsnoeren-beveiliging-persoonsgegevens.pdf>. 
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welbepaalde, uitdrukkelijk omschreven en gerechtvaardigde doeleinden verzameld. Ook kunnen 
meerdere doelen worden aangewezen. Voordat met de verwerking van persoonsgegevens wordt 
begonnen moet dit op grond van artikel 17 Wbp worden aangemeld bij het College Bescherming 
persoonsgegevens (Cbp). Hier wordt in de volgende paragraaf nader op ingegaan. Persoonsgegevens 
dienen op grond van artikel 11 Wbp juist, nauwkeurig en niet bovenmatig te worden verzameld en 
verwerkt. De reden hiervan is om onder andere toetsbaar en accuraat gebruik van persoonsgegevens te 
garanderen. Mijns inziens kan hier moeilijk aan worden voldaan, omdat diverse begrippen in de Wbp 
zoals persoonsgegevens87 ruim zijn omschreven. Deze problematiek komt in paragraaf 3.6.5 aan bod. 
Voorts dienen de opgeslagen gegevens door de verantwoordelijke te zijn beveiligd tegen verlies en 
onrechtmatige verwerking.Vanwege het beginsel van informationele privacy, hebben zowel de 
Europese- als de Nederlandse wetgever besloten tot een groot toepassingsbereik. Een te grote 
reikwijdte van het wettelijk kader brengt mijns inziens weinig transparantie met zich mee. 
Transparantie is namelijk een belangrijk beginsel voor privacybescherming.88 Op grond van artikel 35 
Wbp moet namelijk iedereen in beginsel kunnen nagaan of en op welke wijze zijn gegevens worden 
verwerkt. Door de ruim gestelde definities is de Wbp wel van toepassing in de arbeidsrelatie.89 Zo kan 
het bijhouden van social mediagebruik van werknemers90 al worden gekwalificeerd als het verwerken 
van persoonsgegevens.91  
 
Daarbij komt dat het normatieve kader in de Wbp af en toe erg abstract en mijns inziens onzorgvuldig 
is neergezet. Hierdoor is niet in alle gevallen duidelijk wat al dan niet is toegestaan. Dikwijls stelt de 
Wbp een belangenafweging in op grond van bepaalde criteria. De algemene materiële normen moeten 
daarna worden geconcretiseerd. In de context van dit onderzoek betekent dit dat de werkgever die 
persoonsgegevens verwerkt, zelfstandig moet bepalen hoe het normatieve kader wordt aangewend op 
deze verwerking. Dit kan onder andere vorm krijgen door regels te stellen wat het monitoren van 
Facebook- en Twittergebruik betreft. Artikel 8 aanhef sub f Wbp dient hierbij als kapstokbepaling te 
fungeren. Op grond van genoemd artikel wordt een gerechtvaardigd belang aanwezig geacht, als de 
verwerking van persoonsgegevens noodzakelijk is om reguliere bedrijfsactiviteiten te verrichten. In de 
praktijk moet aan deze bepaling getoetst worden of een gegevensverwerking al dan niet rechtmatig 
is.92 Aansluitend vindt er nog een proportionaliteits- en subsidiariteitstoets plaats.93 Als bij de 
                                                                                                                                                        
86 Een personeelsvolgsysteem is elk geautomatiseerd systeem dat geschikt is het personeel te volgen.                      
87 In artikel 1 sub a Wbp wordt een persoonsgegeven omschreven als “elk gegeven betreffende een geïdentificeerde of 
    identificeerbare persoon”. Voorbeelden hiervan zijn: teksten, foto’s en video’s op een website. 
88 Zie ook: artikel 33 en 34 Wbp. 
89 Putker-Blees & Berkhout 2008, 59.   
90 Het gehele proces van verzamelen tot aan vernietigen van persoonsgegevens valt onder dit begrip. 
91 Jager 2003, p. 44.  
92 Ktr. Utrecht 13 februari 2008, JAR 2008, 83; CRvB 10 juli 2008, LJN BD 8005. 
93 Putker-Blees & Berkhout 2008, 59.  
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belangenafweging aan deze toets is voldaan dan is inbreuk op privacy toegestaan.94 Ook dienen hierbij 
de Europese rechtelijke termen “noodzakelijk voor de behartiging van het gerechtvaardigde belang 
van de verantwoordelijke” en “fundamentele rechten” te worden verklaard.95 Mijns inziens is dit in de 
praktijk moeilijk uitvoerbaar. Daarbij komt dat de werkgever, mede door de beperkte  jurisprudentie 
die beschikbaar is, geringe informatie en hierdoor weinig zicht heeft op de gevolgen.  
 
3.6.2 Toezicht en sancties Cbp 
Het is noodzakelijk om toezicht op naleving en sancties op overtreding van de Wbp te regelen. Het 
Cbp is aangewezen als onafhankelijk toezichthouder op de naleving van de Wbp.96  
 
Het Cbp houdt toezicht op de naleving van de wettelijke regels wat betreft de bescherming van 
persoonsgegevens. Op grond van artikel 70 Wbp kan het Cbp bedrijven en overheden dwingen om de 
bepalingen van de Cbp in acht te nemen. Bij niet nakoming hiervan kan het Cbp hoge dwangsommen 
of bestuurlijke boetes opleggen. In alle gevallen heeft op grond van artikel 71 Wbp de rechter echter 
het laatste woord.  
 
3.6.3  Cbp richtsnoer: publicatie van persoonsgegevens op internet 
Naar aanleiding van het toegenomen gebruik van social media heeft het Cbp een richtsnoer opgesteld 
over het gebruik van persoonsgegevens op het internet. In deze richtsnoer wordt een onderscheid 
gemaakt tussen het wel of niet hebben van een zogeheten “openbaar profiel”. In het geval het profiel 
niet is afgeschermd, en dus openbaar is, wordt er volgens het Cbp toestemming gegeven door de 
persoon die deze informatie plaatst voor het gebruik van deze gegevens door derden.97 Zo is het 
mogelijk dat ook de via social media verworven gegevens, onder meer door een werkgever in een 
gerechtelijke procedure als bewijs kunnen worden gebruikt, zonder de Wbp te schenden. Nu het een 
richtlijn en geen wettelijke norm betreft, kan een werkgever zijn gerechtvaardigde belang niet alleen 
baseren op het standpunt van het Cbp. De rechter zal deze zienswijze van het Cbp enkel in het kader 
van de belangenafweging als argument meenemen. 
 
3.6.4 Jurisprudentie met betrekking tot de Wbp 
Voordat het Cbp was ingesteld, heeft de Registratiekamer in zijn algemeenheid uitspraken gedaan 
aangaande e-mail- en internet gedrag van werknemers.98 Daarbij speelt het goed werkgeverschap een 
                                                 
94 Terstegge 2000, p. 15-17.  
95 Putker-Blees & Berkhout 2008, 59. 
96 Winter e.a. 2009, p. 31-37.  
97 <http://www.cbpweb.nl/downloads_rs/rs_2013_richtsnoeren-beveiliging-persoonsgegevens.pdf>. 
98 Hoewel de bovenstaande uitspraken onder de Wpr hebben plaats gevonden, is de strekking van de argumentatie nog  
    steeds geldig. 
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belangrijke rol. Volgens de Registratiekamer dient de privacybescherming van de werknemer in een 
arbeidsrelatie te prevaleren. Een werkgever mag een e-mailbericht alleen voor zakelijke doeleinden 
bewaren, wanneer dit in een redelijke verhouding staat tot de privacy van de werknemer en de eisen 
van proportionaliteit en subsidiariteit in acht zijn genomen.99 Volgens ter Stegge dient een bericht geen 
zakelijk doel, als de werkgever al uit de onderwerpsaanduiding van het bericht kan afleiden dat het 
privé is.100 Te denken valt hierbij aan indicaties als: “persoonlijk” of “vertrouwelijk”. Dit schept mijns 
inziens nog geen duidelijkheid over de vraag of het bericht daadwerkelijk persoonlijk bedoeld is. Zo 
kunnen berichten, die ofwel een zakelijk karakter hebben ofwel verstuurd zijn met de intentie de 
werkgever schade toe te brengen en die bovengenoemde onderwerpsaanduidingen dragen, op deze 
manier ontsnappen aan de aandacht van de werkgever. In haar rapport noemt de Registratiekamer als 
voorbeeld werkgevers die willen voorkomen dat hun werknemers bedrijfsgeheimen schenden.101 Dit 
kan worden voorkomen door websites waar uploading mogelijk is, geheel te blokkeren. Er zal in een 
dergelijk geval dus een belangenafweging moeten worden gemaakt tussen de belangen van de 
werknemer en de werkgever. In het geval een werkgever dit doet, hoeft hij geen rekening te houden 
met de Wbp omdat er geen persoonsgegevens worden verwerkt. 
 
Het Cbp hoeft alleen maar tot onderzoek over te gaan als hiervoor voldoende aanleiding bestaat. De 
criteria102 die hiervoor zijn vastgesteld zijn: ernstige overtredingen, structurele overtredingen, 
overtredingen die veel mensen treffen, overtredingen waarbij het Cbp door de inzet van 
handhavingsinstrumenten effectief verschil kan maken. Ook geldt als criterium overtredingen die 
vallen binnen de (jaarlijkse) aandachtspunten die door het Cbp bekend zijn gemaakt. Opvallend is dat 
op de site www.cbpweb.nl 103 geen uitspraken zijn gepubliceerd die door het Cbp zijn gedaan. Ook op 
www.rechtspraak.nl/Cbp104 zijn geen arbeidsrechtelijke uitspraken gepubliceerd. De 
voorzieningenrechter ‘s-Gravenhage105 heeft in haar vonnis van 7 juni 2011 in overweging 5.1 vonnis 
gewezen, dat in beginsel alleen een uitspraak openbaar wordt gemaakt als er naast de aanvrager ook 
andere belanghebbende(n) zijn. Het moet hierbij gaan om een standpunt van het Cbp over nieuwe en 
maatschappelijke ontwikkelingen. Daarbij wordt opgemerkt dat de door de Registratiekamer genomen 
besluiten, hun betekenis niet hebben verloren door het ontstaan van het Cbp. Formeel gezien is de 
rechter niet gebonden aan deze uitspraken. Van de Bult merkt op dat de rechter in de praktijk de Cbp-
                                                 
99  Registratiekamer, 23 december 1997, 97\178.04; zie ook: Terstegge 2002, p. 23-24. 
100 Terstegge 2002, p. 25. 
101 Terstegge 2002, p. 25. 
102 <www.cbpweb.nl/pages/ind_cbp-beleidsregels-cbp.asp> (geraadpleegd op 6 oktober 2014). 
103 Geraadpleegd op 6 oktober 2014. 
104 Geraadpleegd op 6 oktober 2014. 
105 Rb. ’s-Gravenhage (vzr.) 7 juni 2011 Awb 11/4450. 
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regels meestal wel volgt.106 Dit gebeurt echter veelal zonder de Wbp te noemen. Hier zal in de 
volgende paragraaf op in worden gegaan.  
 
3.6.5  Matige toetsing door de rechter 
Uit de jurisprudentie107 blijkt dat er de laatste jaren een lichte toename valt te bespeuren van zaken die 
door de rechter aan de Wbp worden getoetst. Toch gebeurt dit tot op heden echter nog steeds 
mondjesmaat.108 Ten eerste wordt geconstateerd dat er nauwelijks vonnissen en arresten zijn, waarin 
rechters uitdrukkelijk toetsen aan de Wbp.109 Uit de jurisprudentie blijkt dat de rechter soms wel 
verwijst naar de Wbp, maar dat hij verzuimt de wet aan een grondige toetsing of analyse te 
onderwerpen.110 Een voorbeeld van de wijze waarop de Wbp feitelijk opzij wordt gezet in de 
jurisprudentie, is een vonnis van de voorzieningenrechter Zutphen.111 De voorzieningenrechter 
oordeelde dat een op non-actief gestelde werknemer geen recht had op afgifte van onder meer 
verklaringen van collegae in het kader van door twee externe “kwaliteitsconsulenten” verricht 
onderzoek. Het belang van vertrouwelijkheid van de klager te weten een collega, werd zwaarder 
geacht dan “het emotionele belang” van de op non-actief gestelde werknemer. In deze situatie was 
duidelijk sprake van verwerking van persoonsgegevens. Opmerkelijk is dat de voorzieningenrechter de 
Wbp hierbij niet heeft aangehaald. Mijns inziens kan in dit geval niet gesproken worden van een 
“transparante” procedure en had de werknemer op grond van artikel 35 Wbp inzagerecht.  
 
Het bestaan van een gebrekkige toetsing kan op meerdere manieren worden verklaard. Een aanname is 
dat dit probleem veroorzaakt wordt door enerzijds de problematiek van de vage normen waardoor de 
Wbp niet erg gebruiksvriendelijk is. Anderzijds zou onderbenutting een reden kunnen zijn.112 Direct 
bewijs is echter niet te vinden voor deze veronderstelling. Uit de jurisprudentie blijkt namelijk niet dat 
expliciet is beoordeeld dat de Wbp vaag is.113 Ook kan niet worden bewezen dat partijen hun Wbp-
rechten onderbenutten. Het kan in theorie namelijk zo zijn dat de Wbp zelden wordt overtreden, al is 
dat mijns inziens onwaarschijnlijk. Een andere reden zou kunnen zijn dat partijen een arbeidsgeschil 
                                                 
106 Van de Bult 2007, p. 1. 
107 Zie bijv.: Ktr. Arnhem 27 juni 2008, LJN BD 6312. 
108 Putger-Blees en Berkhout 2008, 59. 
109 Uitspraken waarin de Wbp in ieder geval betrokken zijn: Hof ’s-Gravenhage 23 november 2007, RAR 2008, 29; Ktr. 
     Utrecht 13 februari 2008, JAR 2008, 83; Ktr. Amsterdam 16 juni 2008, JAR 2008, 192; CRvB 10 juli 2008, LJN BD8005; 
     Ktr. Arnhem 27 juni 2008, LJN BD 6312; CRvB 14 februari 2008, JIN 2008, 218; Hof ‘s- Gravenhage 16 februari 2007 
     JAR 2007, 125. 
110 Zie bijv.: Hof ’s-Gravenhage 16 februari 2007 JAR 2007, 125.  
111 Rb. Zutphen (vzr.) 20 augustus 2008, JAR 2008, 255. 
112 Putger-Blees & Berkhout 2008, 59. 
113 De definities vloeien rechtstreeks voort uit de Richtlijn bescherming persoonsgegevens. Er is op dat punt geen ruimte voor 
     nationale afwijking.   
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steeds meer via het minnelijk traject oplossen. Hierdoor blijft overtreding van de Wbp buiten het 
gezichtsveld. Vaak zal in een arbeidsrechtelijk geschil de overtreding van de Wbp niet de kern van het 
probleem betreffen. De rechter zal mede daarom het geschil kunnen beslechten door het 
welvertrouwde artikel 7:611 BW toe te passen. Als voorbeeld wordt verwezen naar een vonnis van de 
kantonrechter Breda van 15 februari 2007.114 Deze zaak betrof een heimelijke opname van een 
telefoongesprek.Van de Bult heeft er terecht op gewezen dat in deze zaak de kantonrechter bepaalde 
Cbp-regels, zonder dat hij hiertoe formeel verplicht is, lijkt te volgen (en daarmee dus ook de Wbp). 
Dit gebeurt daarentegen zonder dat de Wbp wordt benoemd.115 Onder de noemer van goed 
werkgeverschap wordt het mogelijk gemaakt de regels van de Wbp te verbergen.116 De transparantie 
wordt alleen maar meer beschadigd als de toepassing van de wet wordt verpakt in een andere norm. 
Dit vormt mijns inziens des te meer reden om maatregelen te treffen tegen de huidige situatie. Daarbij 
komt dat in dit geval het grondrecht, te weten het recht op (informationele) privacy is neergelegd in de 
Wbp. Als een grondrecht is neergelegd in een materiële wet, ligt een beroep op doorwerking via open 
normen zoals in dit geval artikel 7:611 BW minder voor de hand.117  
 
3.6.6 Werking artikel 10 Grondwet 
Net als bij het eerder besproken artikel 7, werkt artikel 10 van de Grondwet horizontaal door.118 In het 
arrest Edamse bijstandsvrouw,119 heeft de Hoge Raad de horizontale werking van de informationele 
privacy voor het eerst aangenomen. In het arbeidsrecht wordt het recht op privacy volgens de 
jurisprudentie over het algemeen op een indirecte wijze toegepast.120  Via artikel 7:611 BW wordt 
steeds een belangenafweging gemaakt tussen het recht op privacy van de werknemer en de 
gerechtvaardigde bedrijfsbelangen van de werkgever die een inbreuk op dat recht kunnen maken.  
 
3.6.7 Ontwikkelingen artikel 10 Grondwet 
Bij de totstandkoming van artikel 10 Gw is al rekening gehouden met de technologische vooruitgang, 
die invloed kan hebben op de bescherming van de persoonlijke levenssfeer naar de toekomst toe.121 
Toch is er gezien de ontwikkelingslijn in de informatietechnologie een nieuwe behoefte aan privacy 
ontstaan. Er is vraag naar een vorm van controle op informatie over de eigen persoon. Westin stelt 
namelijk dat privacy het recht is om zelf te bepalen wie toegang heeft tot welke informatie over 
                                                 
114 Ktr. Breda 15 februari 2007, JAR 2007, 78; Van de Bult 2007, p. 140. 
115  <https://www.cbpweb.nl/Pages/inf_va_opnemen_telefoon.aspx> (geraadpleegd op 6 oktober 2014).       
116 Roeloff 2007, p. 45. 
117 Bakels/Bouwens, Roozendaal & Houwerzijl 2013, p. 82. 
118 Kamerstukken II 2000/01, 27 460, nr. 2, p. 43.   
119 HR 9 januari 1987, NJ 1987, 928 (Edamse bijstandsvrouw). 
120 Verhulp 1999, p. 134-161. 
121 Zie: Kamerstukken II 1975/76, 13 872, nr. 3, p. 39 (MvT).   
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zichzelf.122 Informationele zelfbeschikking wordt hierbij gezien als het basisprincipe van het recht op 
privacy. Hierdoor lijkt, dat wat artikel 10 Gw betreft, een nieuwe opvatting van het recht op privacy is 
ontstaan. Mijns inziens sluit deze beter aan bij het gebruik van social media. Dit denkbeeld is 
uitgedrukt als “redelijke privacy verwachting”, die ook door het Europese Hof voor de Rechten van de 
Mens (EHRM) is gelanceerd.123 Bij redelijke privacy verwachting, gaat het om een subjectieve norm, 
waarvan de redelijkheid afhangt van de maatschappelijke aanvaarding. Nu verdedigbaar is dat het 
maatschappelijk (steeds meer) is aanvaard dat iedereen kennis kan en mag nemen van uitingen gedaan 
op social media, kan dit tot gevolg hebben dat er een lage(re) privacyverwachting ontstaat. 
 
3.7 Voorstel tot herziening van de grondwet 
Opvallend is dat zowel het grondrecht vrijheid van meningsuiting als het grondrecht privacy zijn 
achterhaald  in hun formulering. Nieuwe technologieën zijn namelijk vaak  moeilijk te rangschikken 
onder de huidige terminologie. De Staatscommissie Thomassen124 kreeg dan ook op 3 juli 2009 van de 
regering opdracht te adviseren of de grondrechten die over informatietechnologie gaan, waaronder  de 
artikelen 7 en 10 Gw, moeten worden gemoderniseerd. In november 2010 heeft de Staatscommissie 
Thomassen een rapport uitgebracht met onder ander het voorstel om een vergelijkbaar artikel als 
artikel 8 EU-Handvest  in de grondwet op te nemen. In dit artikel is expliciet het recht op bescherming 
van persoonsgegevens geregeld. Dit leidde tot het volgende voorstel. Artikel 7 Gw, het recht op 
vrijheid van meningsuiting, moet volgens de Staatscommissie Thomassen worden verbreed door de 
pluriformiteit van de media in dat artikel op te nemen. Voorts adviseerde de Staatscommissie 
Thomassen om het huidige lid 2 en lid 3 van artikel 10 Gw te schrappen en een zelfstandig recht op 
bescherming van persoonsgegevens op te nemen.Tot actie van de wetgever hebben de conclusies van 
de Commissie Thomassen125 echter nooit geleid. Zolang de wetgever de grondwet niet aanpast, dient 
de rechter te oordelen wat al dan niet onder een bepaald grondrecht valt, terwijl dit een taak is van de 
wetgever. Het is dan ook zeer wenselijk dat er op dit punt een herziening van de Grondwet komt. Bij 
deze herziening dient onder ander aan de werknemer meer rechtszekerheid te worden geboden. 
Hierdoor kunnen mijns inziens controlemiddelen ten aanzien van grondrechten ook in het arbeidsrecht 
behoorlijk en doeltreffend worden toegepast. Om aan de snelle ontwikkelingen in de technologie te 
voldoen dienen de bepalingen daarbij technologie-neutraal te worden geformuleerd. Rechten die in 
beginsel van toepassing zijn op de off-linewereld kunnen hierdoor worden toegepast op social 
                                                 
122 Westin 1967, p. 487.  
123 EHRM 25 juni 1997 NJ 1998, 506 (Halford vs. United Kingdom). 
    EHRM 16 december 1992, NJ 1993, 400 m.nt. E.J. Dommering (Niemietz vs. Germany);  EHRM 25 juni 1997, NJ 
    1998, 506 (Halford vs. United Kingdom);  EHRM 3 april 2007, nr. 62617/00, NJCM 2007, nr. 7 m.nt. M. M. Groothuis 
    (Copland). 
124 Dommering 2011, p. 52. 
125 Commissie Franken 2000, p. 1 e.v. 
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De praktijk wijst uit dat de grondrechten vrijheid van meningsuiting en privacy niet alleen in verticale,  
maar ook in horizontale relaties steeds meer voorkomen. Artikel 7 Gw waarborgt diverse varianten 
van de vrijheid van meningsuiting. De grondslagen van artikel 7 Gw moeten met name worden 
gezocht in de democratie en de ontplooiing van het individu. Het recht gedachten en gevoelens te 
openbaren is, naast het verbod van censuur, de essentie van artikel 7 Gw. Het recht op vrijheid van 
meningsuiting is geen absoluut recht, beperkingen zijn mogelijk. Wat het recht op privacy betreft biedt 
artikel 10 niet expliciet een normstelling die relevant is voor het onderhavige onderzoek. De Wbp 
bevat wel een dergelijke normstelling, maar hieraan wordt door de rechter gebrekkig getoetst. 
Zowel artikel 7 als artikel 10 Gw zijn na de grondwetsherziening van 1983 niet meer gewijzigd. 
Voorstellen tot aanpassing van de artikelen 7 en 10 Gw aan de moderne, digitale media zijn tot op 
heden afgewezen.  
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4 DE INSTRUCTIEBEVOEGDHEID VAN DE WERKGEVER  
 
Om de onderzoeksvraag te kunnen beantwoorden is het van belang, te weten wat de 
instructiebevoegdheid van de werkgever inhoudt. Allereerst wordt in paragraaf 4.1 de 
arbeidsovereenkomst beschreven.  In het kader van dit onderzoek is de gezagsverhouding het 
kenmerkende in de arbeidsovereenkomst. Het is daarom nader uitgewerkt in paragraaf 4.1.1. In 
paragraaf 4.2 en 4.3 komen de instructiebevoegdheid op grond van respectievelijk de artikelen 7:660 
BW en 7:611 BW aan de orde. Aansluitend wordt paragraaf 4.4 afgesloten met een korte conclusie. 
  
4.1  Artikel 7:610 BW 
Op basis van artikel 7:610 BW is de arbeidsovereenkomst “de overeenkomst waarbij de ene partij, de 
werknemer, zich verbindt in dienst van de andere partij, de werkgever, tegen loon gedurende zekere 
tijd arbeid te verrichten”.  
 
Bij het beoordelen van een contractuele relatie als zijnde een arbeidsovereenkomst, is niet alleen de 
formele vorm van de overeenkomst van belang, maar ook de bedoeling van partijen en de feitelijke 
omstandigheden. Dit komt onder andere naar voren in het arrest Groen/Schoevers.126  Om van een 
arbeidsovereenkomst te kunnen spreken, moet de overeenkomst op grond van artikel 7:610 lid 1 BW 
aan vier voorwaarden voldoen. Er dient een gezagsverhouding te bestaan, de arbeid moet persoonlijk 
verricht worden, er wordt loon betaald en de overeenkomst is voor een zekere tijd gesloten. 
 
4.1.1 De gezagsverhouding  
Essentieel in de definitie van artikel 7:610 BW en in het kader van dit onderzoek, is de 
gezagsverhouding tussen werkgever en werknemer.127 Dit in tegenstelling tot de overeenkomst van 
aanneming van werk en de overeenkomst van opdracht.128  Er is sprake van een gezagsverhouding 
wanneer de werkgever bevoegd is om aanwijzingen te geven ten opzichte van de te verrichten 
bedongen arbeid, en de werknemer gehouden is om die aanwijzingen te volgen.129 Of van die 
gezagsbevoegdheid ook gebruik wordt gemaakt is niet beslissend.130 Daarbij komt dat in de 
                                                 
126 HR 14 november 1997, NJ 1998, 149 (Groen/Schoevers); een uitwerking van dit arrest is te vinden in Ktr. Leiden,  
     14 september 2011, JAR 2011, 232; de bedoeling van partijen speelt hierbij een rol, maar zij is niet doorslaggevend:  
     HR 10 december 2004, JAR 2005, 15.   
127 HR 14 juni 1991, NJ 1992, 173 (Kruis).   
128 Asser/Heerma van Voss 7-V* 2012, nr. 19-20. 
129 Loonstra & Zondag 2009, p. 82; Asser/ Heerma van Voss 7-V* 2012, nr. 19-20. 
130 HR 28 september 1983, NJ 1984, 92 (X./Z.).   
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rechtspraak het formele- en materiële gezagscriterium is ontwikkeld.131 Onder een formeel 
gezagsbegrip wordt verstaan dat de werknemer zich zodanig heeft verbonden aan een aantal 
organisatorische verplichtingen, dat daaruit kan worden afgeleid dat partijen een arbeidsovereenkomst 
hebben gesloten.132 Om vast te stellen of er sprake is van materieel gezag wordt gekeken naar de 
feitelijke omstandigheden, zoals het vaststellen van de werktijden. Ook hoeft bij de materiële 
gezagsverhouding het gezag niet door de werkgever zelf te worden uitgeoefend, dit kan ook door een 
ondergeschikte of een inlener.133 Ook Bakels sluit zich aan bij deze jurisprudentie. Hij omschrijft 
gezag namelijk als ondergeschiktheid.134  
 
4.2 Instructiebevoegdheid op grond van artikel 7:660 BW  
De gezagsverhouding is nader uitgewerkt in artikel 7:660 BW, op basis waarvan de werkgever een 
instructiebevoegdheid heeft.135 Omdat er een gezagsverhouding is kan de werkgever op grond van 
artikel 7:660 BW voorschriften geven. Het instructierecht van de werkgever wordt in artikel 7:660 
BW als volgt gedefinieerd: 
 
“De werknemer is verplicht zich te houden aan de voorschriften omtrent het verrichten van de arbeid 
alsmede aan die welke strekken ter bevordering van de goede orde in de onderneming van de 
werkgever, door of namens de werkgever binnen de grenzen van algemeen verbindende voorschriften, 
of overeenkomsten aan hem, al dan niet tegelijk met andere werknemers, gegeven”. 
 
Volgens de Memorie van Antwoord (MvA)136 karakteriseert de instructiebevoegdheid van de 
werkgever de arbeidsovereenkomst. Dit kan ofwel betrekking hebben op de inhoud van de arbeid of de 
werkdiscipline, zoals het nakomen van vastgestelde procedures,137 ofwel op beiden.138 De wet voorziet 
er echter niet in, welke instructies de werkgever nu precies aan de werknemer kan of moet geven. 
Hoogopgeleiden zullen in de regel minder instructies krijgen dan laagopgeleiden. Beslissend in het 
geval van hoogopgeleiden is dan of de werkgever instructies of aanwijzingen kan geven op het gebied 
van de goede orde binnen de onderneming of het werkverband.139 Uit de Kamerstukken140 blijkt dat de 
                                                 
131 HR 14 november 1997, NJ 1998, 149. 
132 Loonstra 2005, p. 97.   
133 Van Drongelen 2011-1, p. 32.   
134 Bakels/Roozendaal, Bouwens & Houwerzijl 2013, p. 53. 
135 Verhulp 2012 (T&C BW), art. 7:660 BW, aant. 1. 
136 Kamerstukken 11 1994/95, 23438, nr. 5, p. 4 (MvA). 
137 Van der Wiel-Rammeloo 2009, p. 40-41. 
138 Kamerstukken 11 1994/95, 23438, nr. 5, p. 4 (MvA). 
139 Van der Grinten/Bouwens & Duk 2014, p. 7.   
140 Kamerstukken 11 1993/94, 23 438, nr. 3, p. 41 (MvT). 
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werkgever de instructies zowel individueel als collectief  vormvrij141 aan zijn werknemers kan geven. 
Hierbij dient wel de kanttekening te worden geplaatst dat, voor het geval de werkgever geen beleid 
heeft opgesteld met betrekking tot ongepaste handelwijze(n) van de werknemer, de kans bestaat dat dit 
de werknemer niet wordt aangerekend.142 Daarom is het raadzaam dat de werkgever in schriftelijke 
bedrijfsvoorschriften en/of reglementen opneemt wat hij al dan niet toelaatbar acht. In paragraaf 5.2 
wordt hier nader op ingegaan. 
 
Ook heeft de werkgever het recht, en in bepaalde voorvallen bovendien een plicht, te bewaken dat de 
werknemer de werkzaamheden volgens die instructies verricht.143 Deze controlebevoegdheid van de 
werkgever vloeit voort uit de algemene instructiebevoegdheid van de werkgever op grond van artikel 
7:660 BW. Hierbij is de werknemer verplicht zich aan de regels van de werkgever te houden.144 Zo 
heeft op grond van artikel 8 lid 4 Arbeidsomstandighedenwet145 de werkgever de plicht om erop toe te 
zien dat de werkzaamheden volgens de door hem opgestelde instructies verricht worden. Dit is om 
ongelukken te voorkomen of te beperken. Bovendien voldoet de werkgever hierdoor aan zijn 
zorgplicht op grond van artikel 7:658 BW. Het toezicht dat de werkgever hierbij uitvoert is 
voornamelijk gericht op het sanctioneren van de werknemer. 
 
4.3  Instructiebevoegdheid op grond van artikel 7:611 BW   
Als de werkgever een voorschrift geeft zoals dat bedoeld is in artikel 7:660 BW, moet de werkgever 
niet alleen rekening houden met de afspraken die collectief en/of in de individuele 
arbeidsovereenkomst zijn gemaakt, maar ook met zekere omgangsnormen.146 In artikel 7:611 BW is 
namelijk bepaald dat zowel de werkgever als de werknemer zich als een goed werkgever 
respectievelijk werknemer dient te gedragen. Doordat de werknemer zich als een goed werknemer147 
moet gedragen, vloeit er uit artikel 7:611 BW indirect gezagsbevoegdheid voort van de werkgever. 
Als maatstaf geldt hierbij dat de werknemer handelt volgens hetgeen in het maatschappelijk verkeer 
betaamt.148 Ook moet de werknemer in zijn omgangsvormen rekening houden met de belangen van de 
werkgever.149 Dit betekent bijvoorbeeld wanneer de werknemer een onderwerp over zijn werkgever op 
Facebook en/of Twitter plaatst, hij rekening moet houden met eventuele financiële- en/of imagoschade 
die hij hiermee de werkgever kan aanrichten.  
                                                 
141 Bij mondelinge instructies is de bewijslast doorgaans lastig. 
142 Ktr. Utrecht 13 juli 2000, JAR 2000, 199; Ktr. ‘s-Gravenhage 3 oktober 2002, JAR 2002, 269. 
143 Kamerstukken II 1997/98, 25 879, nr. 3, p. 39-40 (MvT); HR 19 oktober 2001, NJ 2001, 663 (PTT Post/ Baas). 
144 Tempelman & Hagenaars 2012, p. 3. 
145 Kamerstukken II 1997/98, 25 879, nr. 3, p. 39-40 (MvT).   
146 Van der Grinten 2008, p. 121.   
147 Hierbij dient opgemerkt te worden dat er weinig jurisprudentie is gepubliceerd over goed werknemerschap.  
148 Kamerstukken II 1998/99, 25 426, nr. 3, p. 6.   
149 Bungener 2008, p. 132.   
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Op grond van artikel 7:611 BW vindt er een beperking plaats van het instructierecht van de werkgever. 
De werkgever is op grond van deze bepaling namelijk gehouden zich als een goed werkgever te 
gedragen. Het begrip “goed werkgeverschap” in artikel 7:611 BW behelst vage normen. Uit de wet 
blijkt niet wat de wetgever onder dit begrip heeft willen verstaan.  
Uit jurisprudentie150 blijkt dat de concretisering van de vage wettelijke normen in hoofdzaak 
plaatsvindt door middel van algemene richtsnoeren. In deze richtsnoeren worden drie algemene 
criteria van goed werkgeverschap gegeven. Ten eerste is goed werkgeverschap een toetsingsmaatstaf 
voor het handelen van de werkgever. Te denken valt hierbij aan het materiële zorgvuldigheidsbeginsel.  
Goed werkgeverschap brengt namelijk met zich mee, dat de werkgever net als in het bestuursrecht bij 
het nemen van beslissingen rekening moet houden met een aantal beginselen.151 Dat deze algemene 
beginselen van behoorlijk bestuur ook worden gebruikt in de arbeidsrelatie, is gebaseerd op de 
overtuiging dat de werkgever macht uitoefent op de werknemer, daar waar de werkgever de 
bevoegdheid heeft instructies te geven aan de werknemer.152  
 
Ten tweede normeert het goed werkgeverschap arbeidsrechtelijke onderwerpen zoals de 
arbeidsomstandigheden en de aansprakelijkheid van de werkgever tijdens de dienstbetrekking.153 
Tenslotte is er door het toenemende social mediagebruik een tendens waar te nemen naar nieuw 
“materieel arbeidsrecht”. Deze ontwikkelingen vereisen dat de werkgever hierin meegaat. Het 
meegaan van het nieuwe materiële arbeidsrecht valt onder het begrip “goed werkgeverschap”. 154 
Hieruit blijkt dat de relatie tussen de werkgever en de werknemer eerder te karakteriseren is als een 
verticale- dan een horizontale relatie.155  
 
Eigenlijk betreft het goed werkgeverschap op grond van artikel 7:611 BW een concretisering van de 
redelijkheid en billijkheid van artikel 6:2 BW en artikel 6:248 BW voor de arbeidsverhouding.156 
Ondanks dat artikel 7:648 BW in het BW is geplaatst zag de wetgever toch een toegevoegde waarde 
om ook artikel 7:611 BW hierin op te nemen. Net als bij artikel 6:248 BW is bij artikel 7:611 BW de 
bedoelingen van partijen onderling een belangrijk criterium.  
Uiteindelijk is het aan de rechter om te bepalen wat op grond van redelijkheid en billijkheid binnen het 
bereik van artikel 7:611 BW valt. De invulling van vage normen moet zo objectief mogelijk door de 
                                                 
150 Hof ’s-Gravenhage 30 oktober 2012, LJN BY2989; Rb. Oost Brabant 13 november 2013, JAR 2014, 10. 
151 HR 26 juni 1998, NJ 1998, 744, r.o. 3.4 (Van der Lely/Taxi Hofman); HR 11 juli 2008, JAR 2008, 204 (Stoof/Mammoet).   
152 Heerma van Voss 1999, par. 2.5.  
153 Alt 2009, p. 181.   
154 Heerma van Voss  1999, (T&C BW), art. 7:611 BW, aant. 1.    
155 Asscher & Steenbruggen 2001, 37, p. 1790; Zie ook: HR 30 maart 1984, NJ 1985, 350 (de Venhorst/Inan; m.nt. A-G  
     Mok).  
156 Heerma van Voss 2011, p. 15. 
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rechter plaatsvinden. Voorts dienen algemene regels die uit de rechtspraak voortkomen volgens 
Barendrecht157 te worden gecodificeerd. Ondanks het feit dat vage normen gelegenheid bieden voor 
rechtsontwikkeling, verdienen mijns inziens algemene regels die voortvloeien uit de rechtspraak een 
plaats in de wet. Reden hiertoe is bevordering van de rechtszekerheid. 
 
4.4  Samenvatting 
Uit de voorgaande paragrafen blijkt dat de werkgever tijdens de duur van de arbeidsovereenkomst de 
mogelijkheid heeft om op grond van de artikelen 7:610, 7:611 en 7:660 BW toezicht en controle uit te 
oefenen op het gedrag van werknemers. In dit hoofdstuk is de relevantie van de gezagsverhouding in 
de definitie van artikel 7:610 BW en in het kader van dit onderzoek naar voren gekomen. De 
werkgever kan een werknemer instructies opleggen op basis van artikel 7:660 BW. Als de werkgever 
een voorschrift geeft zoals dat bedoeld is in artikel 7:660 BW, moet de werkgever niet alleen rekening 
houden met de afspraken die collectief en/of  in de individuele arbeidsovereenkomst zijn gemaakt, 
maar ook met zekere omgangsnormen. De instructies die de werkgever geeft, moeten op grond van 




                                                 
157 Barendrecht 2003, p. 2009-2010. 
  35
5 DE INSTRUCTIEBEVOEGDHEID VAN DE WERKGEVER VERSUS HET RECHT  
OP VRIJHEID VAN MENINGSUITING VAN DE WERKNEMER 
 
Tot nu toe is vastgesteld dat de werkgever een instructierecht heeft en de werknemer zich aan de 
gegeven instructies dient te houden. De werkgever dient daarbij rekening te houden met de 
grondrechten van de werknemer. In het kader van dit onderzoek wordt de instructiebevoegdheid van 
de werkgever in relatie tot het recht op vrijheid van meningsuiting in dit hoofdstuk aan een nadere 
beschouwing onderworpen. Doel hiervan is om de grenzen van het toelaatbare op Facebook en Twitter 
te kunnen bepalen. De beoordeling vindt grotendeels plaats via de open norm van artikel 7:611 BW. In 
paragraaf 5.1 zal dit nader worden onderbouwd. Daarna zal in paragraaf 5.2 de gedragscode bij social 
mediagebruik worden beschreven. In paragraaf 5.3 wordt beschreven dat de vrijheid van 
meningsuiting begrensd kan worden door de aard van de overeenkomst. Vervolgens zal naar 
aanleiding hiervan vanaf paragraaf  5.3.1 in de jurisprudentie en in de literatuur naar 
aanknopingspunten worden gezocht. Deze zijn van belang om de vraag te kunnen beantwoorden in 
hoeverre de werkgever uitingen van werknemers op Facebook en Twitter kan toelaten. Het antwoord 
op deze vraag zal worden gegeven in paragraaf 5.5. Aan het eind van het hoofdstuk is in paragraaf 5.6 
dit hoofdstuk samengevat. 
 
5.1  Doorwerking grondrecht op vrijheid van meningsuiting via artikel 7:611 BW 
Binnen het arbeidsrecht ontbreekt een wettelijke bepaling over de werking van grondrechten. De 
rechter zal daarom, om te kunnen bepalen of grondrechten worden beperkt, dit moeten toetsen aan een 
rechtsbeginsel.158 Zo wordt aan de hand van de redelijkheid en billijkheid bepaald of een werknemer 
zich als een goed werknemer gedraagt. Indien dit het geval is, wordt het goed werknemerschap als 
toetsingscriterium gebruikt om de grenzen te bepalen aan de uitingen die een werknemer doet via 
social media.159 Deze werking vertaalt het grondrecht vrijheid van meningsuiting naar een 
privaatrechtelijke belangenafweging, waarbij de wederzijdse belangen eventueel in het licht van dit 
grondrecht worden geïnterpreteerd. Het grondrecht neemt daarbij niet de plaats in van een 
privaatrechtelijk leerstuk, maar wordt hierin verwerkt.160 De rechter dient daarom bij de 
totstandkoming van zijn beslissing of een uiting onrechtmatig door een werknemer is gedaan, de 
belangen van zowel de werkgever als de werknemer in aanmerking te nemen. Dit betekent dat artikel 7 
Gw in de arbeidsrechtelijke relatie meestal  indirect wordt toegepast via artikel 7:611 BW.161   
 
De vrijheid van meningsuiting is beperkt door vage wettelijke normen die de rechter vrij kan 
                                                 
158 Verhey 1992, p. 145.  
159 HR 20 april 1990, NJ 1990, 702.   
160 Nehmelman & Noorlander 2013, p. 50.   
161 Kamerstukken II 1997/98, 25 426, nr. 2, p. 6.   
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interpreteren. Dit betekent nog niet dat deze beperking in strijd is met het vereiste dat een beperking in 
de wet moet zijn bepaald.162 De beperking moet namelijk zijn voorzien bij een voldoende voorspelbare 
en kenbare regel, welke ook een vage norm kan zijn die door de jurisprudentie is verduidelijkt. Een 
beperking door middel van artikel 7:611 BW is dus denkbaar, omdat die vage norm afdoende is 
uitgewerkt in vaste jurisprudentie.163 Hierbij wordt opgemerkt dat een beperking van de vrijheid van 
meningsuiting behalve bij het opnemen van een geheimhoudingsbeding, altijd moet worden getoetst 
aan de evenredigheid.164 Alhoewel de wetgever weinig richtlijnen heeft gegeven voor de 
belangenafweging, worden volgens Verhulp in de jurisprudentie doorgaans alle belangen gewogen.165  
 
Opvallend is dat de wetgever accepteert dat de vrijheid van meningsuiting nauwelijks is geregeld in 
het arbeidsrecht.166 Het arbeidsrecht is op dit gebied dan ook onvoldoende concreet en transparant. 
Wanneer social mediagebruik door de werknemer tegen het licht van vrijheid op meningsuiting en 
privacy, expliciet zou worden gecodificeerd in het arbeidsrecht bestaat de kans, dat het al snel achter 
de feiten en ontwikkelingen aanloopt. De wetgeving moet namelijk  meekunnen met de dynamiek van 
de maatschappij. Deze leemte in de wet kan mijns inziens ondervangen worden door gebruik te maken 
van de instructiebevoegdheid van de werkgever. Hij kan namelijk, al dan niet op collectief niveau, 
afspraken maken met werknemers over het gebruik van social media en de grenzen daarvan. Hier zal 
in de volgende paragraaf nader op worden ingegaan. Voordeel van deze constructie is dat er bij 
(snelle) veranderingen, geen wetswijziging nodig is.  
 
5.2 Gedragscode bij gebruik social media 
Nu steeds meer werknemers gebruik maken van social media, kan de werkgever zich tegen gewenste 
uitingen van de werknemer wapenen. Tempelman en Hagenaars167 zijn zelfs van mening dat het 
essentieel is dat werknemers binnen het bedrijf bekend zijn met de grenzen van wat al dan niet 
toelaatbaar is bij het gebruik van social media. In het geval dat de werkgever het gebruik van social 
media stimuleert, rust mijns inziens zelfs een zorgplicht op de werkgever, om de kaders waarbinnen 
gebruik door de werknemer toelaatbaar wordt geacht, helder en duidelijk aan te geven. Instructies 
kunnen op verschillende manieren worden gegeven. Ze kunnen aan de werknemer persoonlijk of aan 
alle werknemers tegelijk worden gegeven. Dit kan in de vorm van een circulaire of een algemene 
gedragscode. Als de werkgever wordt geschaad door de handelwijze van een werknemer, kan hij 
voorschrijven dat alleen op een bepaalde wijze, alleen op bepaalde fora of in zijn geheel niet mag 
                                                 
162 EHRM 20 november 1989, NJ 1991, 738 (Markt Intern). Zie: Velaers 1991, p. 266 e.v. Zie ook: Schuijt 1996, p. 23 e.v. 
163 EHRM 20 november 1989, NJ 1991, 738 (Markt Intern). Zie in gelijke zin: Schuijt 1996, p. 23 e.v.   
164 In dezelfde zin: Verhey 1992, p. 165. 
165 Verhulp 1997, p. 199. 
166 Kamerstukken II 1996/97, 25 426, nr. 1, p. 16.   
167 Tempelman & Hagenaars 2012, p. 6. 
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worden bericht over de onderneming. Zoals in paragraaf  4.2 is beschreven, is de werknemer namelijk 
verplicht zich op grond van artikel 7:660 BW te houden aan voorschriften die “de goede orde in de 
onderneming” bevorderen.  
 
Het uitgangspunt is dat de voorschriften die de werkgever oplegt, binnen zijn instructiebevoegdheid 
moeten vallen. Het geven van voorschriften dient naar maatstaven van redelijkheid en billijkheid 
plaats te vinden. Zo kan een social mediacode, waarin criteria worden vermeld aangaande het gebruik 
van social media, als voorschrift worden beschouwd. Deze mag ook buiten de werkplek binnen zekere 
grenzen door de werkgever worden opgelegd.168 Werkgevers hebben namelijk de mogelijkheid om al 
dan niet met instemming van de OR169 en vakverenigingen heldere voorschriften te formaliseren over 
wat al dan niet is toegestaan. Hierbij dient een zorgvuldige afweging te worden gemaakt tussen 
enerzijds de belangen van de werkgever en anderzijds de belangen van de werknemer. Zo heeft de 
werknemer er doorgaans belang bij dat de werkgever berichten op een besloten profiel niet controleert. 
Het belang van de werkgever is om (reputatie)schade te ondervangen hetzij hier tegen op te treden.  
 
De werkgever die een social mediacode heeft opgesteld, heeft over het algemeen een sterkere 
rechtspositie dan de werkgever die dat niet heeft gedaan.170 Wanneer de werkgever dit protocol niet 
consistent handhaaft of een helder beleid ontbreekt, zal dit de werkgever al snel worden 
aangerekend.171 Zo werd een advocate die door haar werkgever op staande voet werd ontslagen 
wegens het surfen op internet voor privégebruik, door de rechter in het gelijk gesteld. Er bestond 
namelijk geen duidelijk internetprotocol.172 Indien geen social mediacode is opgesteld, is het voor 
werknemers doorgaans onvoldoende helder wat al dan niet is toegestaan bij dit gebruik.173 Toch moet 
in sommige gevallen voor de werknemer duidelijk zijn, ook al heeft de werkgever geen social 
mediacode opgesteld, dat niet elk gedrag kan worden gedoogd.174  
 
Naast voorschriften kunnen in de social mediacode ook regels worden opgenomen over hoe de 
werkgever social media gebruik controleert en wat hierbij de sancties zijn.175 Bij  misbruik van social 
media gebruik, moet vastgesteld worden welke sancties zijn toegestaan. Hierbij dient onder andere 
                                                 
168 Loonstra & Zondag 2012 (T&C BW), art. 7:660 BW, aant. C.4.    
169 Artikel 27 WOR.  
170 Ktr. Eindhoven 17 september 2002, JAR 2003, 77; Ktr. ’s-Gravenhage 3 oktober 2002, JAR 2002, 269; Ktr. Utrecht 13 juli  
     2000, JAR 2000, 199. 
171 Rb. Amsterdam 31 mei 2011, LJN BT8488.  
172 Rb. Almelo, 25 januari 2010, RAR 2010,54. 
173 Rb. ’s-Gravenhage 3 oktober 2002, JAR 2002, 269. 
174 Ktr. Eindhoven 17 september 2002, JAR  2003, 77; Tempelman & Hagenaars 2012, p. 6; Rb. Arnhem 27 juni 2008, LJN 
     BD631; Ktr. Alkmaar 27 juni 2002, JAR 2002, 171. 
175 Kip & Klinckhamers 2008-16, p. 25.  
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rekening te worden gehouden met de duur van de arbeidsovereenkomst, het functioneren van de 
werknemer en de nadelige invloed van dit gebruik op de werkzaamheden.176 Aan het opnemen van 
controlemogelijkheden zijn voorwaarden verbonden. Dit is onder ander een aspect waar in de 
volgende paragraaf nader op wordt ingegaan. 
  
5.2.1  Formele vereisten gedragscode bij gebruik social media 
Een middel om de gedragscode in werking te laten treden is deze op te nemen op het intranet of in een 
personeelshandboek. Belangrijk hierbij is dat de social mediacode door middel van incorporatie 
onderdeel wordt van de arbeidsovereenkomst.177 Als de werkgever ook controlemogelijkheden 
opneemt in de social mediacode, dient de werkgever er rekening mee te houden dat het controleren 
van computergebruik onder de Wbp valt. Dit betekent dat de werknemer hiermee moet instemmen. De 
werkgever dient het social mediabeleid aan te melden bij het Cbp.178 Voor het geval de werkgever 
(geautomatiseerde) controlemogelijkheden wil opnemen in de social mediacode, dient hij bij een 
onderneming van 50 of meer werknemers op grond van artikel 27 lid 1 sub k en l Wet op de 
Ondernemingsraad (WOR) instemming te vragen aan de OR. Dit is namelijk een vorm van 
personeelscontrole en het betreft daarbij verwerking van persoonsgegevens.  
 
5.3   Begrenzing vrijheid van meningsuiting voortvloeiend uit de arbeidsovereenkomst 
In de vorige twee paragrafen is respectievelijk ingegaan op het instellen van een gedragscode bij het 
gebruik van social media en de formele vereisten daarbij. De werkgever geeft hierbij aan wat hij al dan 
niet toelaatbaar acht. Ook kunnen uitoefening van grondrechten ondergeschikt worden aan grenzen die 
voortvloeien uit de dienstbetrekking. Hierbij zijn de beperkingsclausules relevant die opgenomen zijn 
in de grondrechtelijke bepalingen. Zoals in paragraaf  3.1 is beschreven, doet een werknemer die zich 
door het aangaan van een arbeidsovereenkomst onderwerpt aan het gezag van de werkgever, geen 
afstand van zijn grondrechten. 
 
Voor het geval de vrijheid van meningsuiting niet wettelijk is genormeerd, is het ook toegestaan een 
beperking van de vrijheid van meningsuiting van de werknemer in de arbeidsovereenkomst overeen te 
komen. Zulk beding moet dan wel aan een drietal voorwaarden voldoen. De beperking moet 
uitdrukkelijk zijn overeengekomen tussen partijen in een vergelijkbare machtspositie, en de 
overeengekomen beperking moet proportioneel zijn. Zo is de marge gering om uitingen die als 
“publiek” zijn aan te merken, bij arbeidsovereenkomst te beperken. Soms zijn bepalingen in de 
arbeidsovereenkomst dat de werknemer geen uitingen mag doen die de werkgever kunnen schaden, 
                                                 
176 Ktr. Haarlem 3 april 2003, JAR 2003, 117. 
177 Kip & Klinckhamers 2008-16, p. 24.  
178 Zie paragraaf 3.6.1 e.v. 
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acceptabel.179 Voor dit onderzoek is een uitwerking van de categorie “geheimhouding” waarbij geen 
belangenafweging plaatsvindt en de “aard van de uiting” waarbij sprake is van een 
evenredigheidstoets, het meest relevant.180 Deze komen in de volgende paragrafen aan de orde. 
 
5.3.1  Vrijheid van meningsuiting en geheimhouding 
Het recht op vrijheid van meningsuiting van de werknemer kan in het kader van de 
arbeidsovereenkomst onder andere worden beperkt door het opnemen van een 
geheimhoudingsbeding. 
 
Het geheimhoudingsbeding is niet geregeld in afdeling 10 van Boek 7 BW. Dit wordt daarmee 
volledig aan de contractsvrijheid van partijen overgelaten. Volgens de Memorie van Toelichting 
(MvT) moet de geheimhouding in de arbeidsovereenkomst zijn bepaald. Noyon, Langemeijer en 
Remmelink zijn van mening dat het voldoende is dat de bevoegdheid om geheimhouding op te leggen 
uit de arbeidsovereenkomst voortvloeit. 181 Uit jurisprudentie blijkt dat ook het schenden van de 
privacy van collegae in strijd kan zijn met het geheimhoudingsbeding.   
  
Het doel van het geheimhoudingsbeding is dat hier een preventieve werking vanuit gaat. Hiermee 
dient het prijsgeven van vertrouwelijk informatie te worden voorkomen. Informatie is vertrouwelijk 
wanneer dit expliciet is aangegeven door de werkgever of in het geval de werknemer dit uit de 
omstandigheden van het geval heeft kunnen afleiden. Het opstellen van een geheimhoudingsbeding 
heeft weinig zin als er geen sanctie182 staat op het niet nakomen van het beding.  
 
In de jurisprudentie is het recht op bedrijfsgeheimen als zodanig erkend. Van der Korst noemt in dit 
verband meerdere arresten. Het arrest Lindenbaum/ Cohen183 is mijns inziens in dit kader een 
belangrijk arrest. De Hoge Raad bepaalt in de 5e rechtsoverweging dat onder een onrechtmatige daad 
in elk geval valt: “de daad van hem, die tot eigen baat, door giften en beloften den bediende van een 
concurrent overhaalt de beroepsgeheimen van zijn meester aan dezen afhandig maakt en aan 
hemzelven te openbaren”. 184 
                                                 
179 Bijv.: art. 19 de algemene bepalingen voor contractspelers van de KNVB: De speler verplicht zich "Aan de pers, radio en 
     televisie geen grievende en in het algemeen kwetsende of kritische mededelingen te doen t.o.v. de club of een van haar 
     functionarissen, trainers, spelers, verzorgers etc.". 
180 Dit in tegenstelling tot het artikel van Van Uden uit 2006. Hij differentieert in zijn artikel uit 2006 verscheidene 
      categorieën uitspraken. 
181 Noyon, Langemeijer & Remmelink 2010, art. 273, aant. 3. 
182 De werkgever moet hierbij een keuze maken tussen het opleggen van een (vaste) boete of het eisen van een volledige 
     schadevergoeding op grond van wanprestatie. 
183 HR 31 januari 1919, NJ 1919, 161. 
184 Van der Korst 2007, p. 3, m.nt. 14. 
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5.3.1.1 Geen belangenafweging bij schending bedrijfsgeheimen 
Een van de belangrijkste zaken, en tevens de enige waarin de Hoge Raad een arrest heeft gewezen 
over de vrijheid van meningsuiting in het arbeidsrecht, is de zaak Meijer/De Schelde.185 Het ging in 
deze zaak om de vrijheid van meningsuiting enerzijds en de geheimhoudingsplicht anderzijds. De 
werknemer maakte openbaar dat zijn werkgever in financieel zwaar weer verkeerde. Hij deed dit door 
middel van het verzenden van een brief aan de Minister van Economische Zaken, en gaf deze brief 
vervolgens vrij aan de pers. Meijer werd naar aanleiding hiervan op staande voet ontslagen. 
Vervolgens vocht hij dit ontslag aan met een beroep op de vrijheid van meningsuiting. Door in de brief 
kenbaar te maken dat hij de bewijslast voor zijn stelling niet openbaar kon maken, meende de 
werknemer namelijk dat hij hierdoor zijn geheimhoudingsplicht niet had geschonden. De Hoge Raad 
verwierp het beroep op grond van art. 1639p, tweede lid onder 9º BW (thans artikel 7:678 lid 2 onder i 
BW) en oordeelde hierbij dat er bedrijfsgeheimen waren prijsgegeven. Op grond van dit artikel kan het 
namelijk de werknemer worden verboden, omstandigheden die de onderneming betreffen en die hij 
geheim dient te houden, openbaar te maken.186 Een goed werknemer respecteert althans dat 
vertrouwelijke informatie niet openbaar wordt gemaakt. 
 
Verder overwoog de Hoge Raad dat het door een werknemer openbaar maken van informatie, die niet 
door het bedrijf is vrijgegeven, met het prijsgeven van geheimen gelijkgesteld kan worden. Daarbij 
werd het standpunt van de werknemer, dat zijn recht op vrijheid van meningsuiting werd ingeperkt 
enkel door overtreding van de geheimhoudingsplicht, afgewezen door de Hoge Raad. De 
Hoge Raad oordeelde dat een schending van de geheimhoudingsplicht door de werknemer een 
dringende reden voor ontslag kan opleveren en dat de vrijheid van meningsuiting niet slechts wordt  
beperkt door de geheimhoudingsplicht. Verder ging de Hoge Raad niet over tot interpretatie van dit 
grondrecht. Hieruit kan geconcludeerd worden, dat door de Hoge Raad geen belangenafweging tussen 
de geheimhoudingsplicht en de vrijheid van meningsuiting heeft plaatsgevonden.  
Voor de goede orde dient bij de term “dringende reden” opgemerkt te worden, dat in artikel 7:678 lid 2 
sub i BW schending van geheimhouding als voorbeeld187 wordt aangehaald. Verhulp188 is van mening 
dat hiermee in het arbeidsrecht geen specifieke wettelijke grondslag is opgenomen voor de beperking 
van de vrijheid van meningsuiting van de werknemer.  
 
Meer zijdelings kwam een geheimhoudingsbeding aan bod, toen Holland Casino er in 2011 via 
Facebook achter kwam dat een ex-werknemer letterlijk een boekje open wilde doen over het bedrijf. 
                                                 
185 HR 20 april 1990, NJ 1990, 702 (Meijer/de Schelde). 
186 Van der Grinten/ Bouwens & Duk 2014, p. 61. 
187 Zie ook artikel 7:678, lid 2, sub e BW (noot 24). 
188 Verhulp 1997, p. 190. 
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Dit ondanks dat het geheimhoudingsbeding dit verbood. Het gerechtshof ‘s-Gravenhage oordeelde dat 
de geheimhoudingsplicht echter niet zover kon gaan dat het preventief de vrijheid van meningsuiting 
van de werknemer kon aantasten.189 Ook in dit arrest komt tot uiting dat er geen belangenafweging 
heeft plaatsgevonden tussen de geheimhoudingsplicht en de vrijheid van meningsuiting. 
 
5.4  Belangenafweging:  de aard van de geuite mening door de werknemer  
In de vorige paragraaf is aan de orde geweest dat schending van de geheimhoudingsplicht niet wordt 
afgewogen tegen het belang van de vrijheid van meningsuiting. De rechter maakt echter wel een 
belangenafweging als het gaat om een geschil tussen een werkgever en een werknemer wat betreft 
kritiek op de bedrijfsvoering, belediging door de werknemer van de werkgever, collegae of derden, of 
een onjuiste uiting. Hierop zal respectievelijk in de volgende paragrafen worden ingegaan. 
 
5.4.1  Kritiek op bedrijfsvoering 
Als uitvloeisel van de arbeidsovereenkomst en op grond van goed werknemerschap, behoort de 
werknemer zich in principe te onthouden van uitingen die de werkgever kunnen benadelen. Ondanks 
dat de werkgever instructiebevoegdheden heeft, mag de werknemer hierbij wel zijn eigen rechten en 
belangen verdedigen. Dit kan tot gevolg hebben dat een werknemer zich behoorlijk kritisch mag uiten 
op social media over arbeidsrechtelijke beslissingen van de werkgever.  
 
Zo had een werknemer van de Stichting Geestelijke Gezondheidszorg Friesland (GGZ) kritiek op een 
wijziging van het te voeren pauzebeleid door de GGZ. Hij uitte deze kritiek op een forum op het 
intranet van de GGZ. Aangezien de werknemer zich niet in strijd met het goed werknemerschap mag 
gedragen, heeft  de werkgever in de regel het recht hier tegen op te treden wanneer de werknemer 
constant kritiek blijft uiten op het pauzebeleid van de werkgever op intranet. In onderhavig geval werd 
de werknemer na twee waarschuwingen eerst geschorst en vervolgens op staande voet ontslagen. 
Werknemer was het hier niet mee eens en vocht het ontslag aan bij de voorzieningenrechter te 
Leeuwarden190  
Volgens de werkgever had de werknemer door op deze wijze te opereren, de plichten die voortvloeien 
uit de arbeidsovereenkomst behoorlijk geschonden. Ook had de werknemer zich volgens de werkgever  
op grond van artikel 7:611 BW, niet als een goed werknemer gedragen. Volgens de werkgever is de 
grens van het recht op vrijheid van meningsuiting overschreden, als de werknemer zijn werkgever 
herhaaldelijk beledigt en zijn instructiebevoegdheid ondermijnt.  
Volgens de werknemer had hij met zijn berichten de instructiebevoegdheid van de werkgever  niet 
willen aantasten, maar enkel willen reageren op een antwoord van een collega. Ook had hij volgens 
                                                 
189 Hof ‘s-Gravenhage 15 november 2011, LJN BU4306. 
190 Rb. Leeuwarden (vzr.) 6 april 2011, RAR 2011, 93. 
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zijn zeggen geen beledigende, discriminerende of andere ontoelaatbare opmerkingen geplaatst. Hij had 
alleen een verschil van inzicht over de arbeidsvoorwaarden onder de aandacht willen brengen. Hij 
beriep zich daarom op het recht van vrijheid van meningsuiting. Het stond hem volgens hemzelf vrij, 
een  mening te uiten die niet in overeenstemming was met de mening van de werkgever (zie rov. 3.2). 
De voorzieningenrechter oordeelde, dat de werkgever zich enige kritiek moet laten welgevallen. Dit is 
zeker het geval als het een zakelijk dispuut betreft aangaande de wijzigingen in de bedrijfsvoering. Dit 
geldt in het bijzonder als de werknemer uitingen doet op een forum dat door de werkgever zelf in het 
leven is geroepen. Hiermee heeft de werkgever de werknemer eigenlijk uitgenodigd tot het voeren van 
interne discussies.  
 
5.4.2  Beledigende berichten met betrekking tot werkgever, collegae of derden 
Ook kan zich de situatie voordoen dat een werknemer zich ten opzichte van zijn collegae, werkgever 
of derden beledigend uitlaat. Zoals in paragraaf 5.3 is beschreven, heeft een werknemer ook tijdens de 
dienstbetrekking recht op vrijheid van meningsuiting, die echter beperkt kan worden door de 
gezagsverhouding die voortvloeit uit de arbeidsovereenkomst. Daarbij dient de werknemer zich als een 
goed werknemer te gedragen. Steeds zal dienen te worden beoordeeld, of enerzijds de werkgever een 
dusdanig groot belang heeft om de uitingen van de werknemer te voorkomen, zodat dit anderzijds een 
beperking van de vrijheid van meningsuiting van de werknemer rechtvaardigt.191  
 
Wat belediging betreft zijn vele vonnissen gewezen, waarbij de uitspraak steeds afhankelijk is van de 
omstandigheden van het geval.192 Het vertrekpunt in de rechtspraak is dat het niet is toegestaan dat de 
werknemer zich beledigend of bedreigend uitlaat, tenzij de belediging of bedreiging vanuit de visie 
van de werknemer “begrijpelijk” is.193   
 
In wezen zou een grovelijke belediging met betrekking tot de werkgever, collegae of derden alleen al 
op grond van artikel 7:678 lid 2 sub e BW voldoende reden voor ontslag op staande voet kunnen zijn. 
Als voorwaarde geldt dan dat de uiting dermate grof is, waardoor ontslag op staande voet is 
gerechtvaardigd. 
 
5.4.2.1  Belediging werkgever 
Ten eerste zal worden ingegaan op een vonnis van de kantonrechter Arnhem, waarin de werknemer de 
werkgever heeft beledigd en de werknemer vervolgens een beroep deed op het recht van vrijheid van 
meningsuiting.194 De werknemer, die op 2 januari 2012 als magazijnmedewerker bij Blokker was gaan 
                                                 
191 Rb. Amsterdam 9 juli 2003, JAR 2003, 191. 
192 Van Uden 2006; zie ook Verhulp 1997, p. 132-133. 
193 Rb. Zutphen 20 oktober 1928, RBA XVI, 44: Ktr. Apeldoorn 17 januari 1990, PRG 1991, 3431. 
194 Ktr. Arnhem 19 maart 2012, LJN BV9483.   
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werken, had verzocht om een voorschot op zijn salaris. Dit verzoek werd door Blokker afgewezen. De 
werknemer heeft zich vervolgens “opgefokt” opgesteld op de werkvloer en zich in een bericht op 
Facebook negatief uitgelaten over Blokker. Blokker heeft de werknemer hierop schriftelijk 
gewaarschuwd. Als reactie hierop heeft hij op Facebook zijn ongenoegen geuit door zijn werkgever 
c.q. leidinggevende uit te maken voor  “hoerebedrijf”, “kkstreken”, “hoerestumperd” en “kkhomo’s”  
Nadat Blokker van deze berichtgeving in kennis was gesteld, heeft zij de werknemer met de inhoud 
daarvan geconfronteerd. De werknemer gaf toe dit bericht zelf geplaatst te hebben en beriep zich op 
het recht  van vrijheid van meningsuiting. In datzelfde gesprek heeft de werknemer aangegeven, de 
berichten te zullen verwijderen van Facebook, maar nog steeds achter de inhoud van zijn bericht te 
staan. Blokker heeft vervolgens de kantonrechter verzocht om de arbeidsovereenkomst met de 
werknemer te ontbinden wegens een dringende reden.  
 
Dat de werknemer het bericht op Facebook kort na 2 februari 2012 heeft verwijderd mag niet baten. 
De rechter is van mening dat dit mosterd na de maaltijd is. De werknemer verweerde zich vervolgens 
en deed een beroep op de vrijheid van meningsuiting. Het verweer van de werknemer hield echter 
geen stand. Dit blijkt uit de volgende rechtsoverweging van de kantonrechter: “naar het oordeel van 
de kantonrechter heeft werknemer met het bericht geplaatst op Facebook d.d. 2 februari 2012 zijn 
werkgever – Blokker – op grovelijke wijze beledigd. Met vrijheid van meningsuiting heeft dit bericht 
niets te maken”. Het doet hierbij niet terzake dat de werknemer het bericht van Facebook heeft 
verwijderd. Het argument van de werknemer, dat Facebook behoort tot het privédomein  en uitingen 
daarop (dus) geen dringende reden voor ontslag kan opleveren, wijst de kantonrechter ook van de 
hand. Daarmee werd door de werknemer miskend dat zowel het privékarakter van Facebook als het 
begrip vrienden “betrekkelijk” zijn. De kantonrechter oordeelde in die uitspraak ook dat de vrijheid 
van meningsuiting wordt begrensd door de beginselen van zorgvuldigheid die een werknemer in acht 
moet nemen tegenover de werkgever. Als goed werknemer had hij dit bericht niet behoren te plaatsen 
op Facebook. Tot slot was van belang dat de werknemer, ondanks daarvoor nadrukkelijk te zijn 
gewaarschuwd, in herhaling viel en een tweede negatieve uiting over zijn werkgever op Facebook had 
geplaatst. De kantonrechter wees het ontbindingsverzoek door werkgever wegens dringende reden met 
onmiddellijke ingang toe. 
 
5.4.2.2  Belediging collegae 
Facebook was ook relevant in een vonnis van de kantonrechter te Arnhem.195 In onderhavig geval 
werd met een werknemer, een week nadat aan het licht kwam dat hij in het bijzijn van een klant over 
de planning van zijn werkgever had geklaagd, diens arbeidscontract verlengd voor één jaar. 
Nauwelijks een maand na de contractsverlenging, kwam er over deze werknemer opnieuw een klacht 
                                                 
195 Ktr. Arnhem 11 april 2012, LJN  BW2006 (JK Vloerverwarming). 
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binnen wegens snoepdiefstal bij een klant. Daarna werd ontdekt dat deze werknemer onder andere de 
volgende tekst op zijn Facebookpagina had geplaatst: “Pfff is deze werkdag al om? Ik wil verlost 
worden van deze mongool wat een gek zeg!!”.   
De werknemer ontving een brief van de werkgever waarin deze drie incidenten waren uiteengezet. 
Ook gaf de werkgever daarbij aan, dat dergelijke uitingen op Facebook ontoelaatbaar zijn en erg 
grievend kunnen werken voor collegae. Bovendien werd de werkgever door deze berichten op 
Facebook in een kwaad daglicht gesteld. Volgens de werkgever was hierdoor de vertrouwensband met 
de werknemer dermate geschaad, dat voortzetting van de dienstbetrekking niet redelijk was. De 
werkgever heeft de kantonrechter daarom verzocht de arbeidsovereenkomst te ontbinden, primair 
wegens een dringende reden en subsidiair op grond van gewijzigde omstandigheden (zie rov. 2.7 en 
3.2).  De werknemer verweerde zich hiertegen en beriep zich op het recht op vrijheid van 
meningsuiting. De arbeidsovereenkomst werd door de kantonrechter ontbonden op grond van artikel 
7:685 BW. 
 
Uit dit vonnis kan worden geconcludeerd dat de kantonrechter oordeelde dat de werknemer zich zeer 
negatief en discriminerend heeft uitgelaten over collegae op Facebook. Uit rechtsoverweging 4.4 blijkt 
namelijk dat de werknemer zeer onbehoorlijk gedrag heeft vertoond. Aangezien er weinig viel aan te 
merken op het functioneren van de werknemer, kan niet zonder eerst formeel een waarschuwing te 
hebben geven, door de kantonrechter worden aangenomen dat enkel de grievende berichten op 
Facebook een dringende reden is voor ontslag. Uit rechtsoverweging 4.5 blijkt namelijk dat de formele 
waarschuwing niet aan de werknemer is gegeven.  
 
5.4.2.3  Belediging derden 
De werknemer dient op basis van goed werknemerschap niet alleen rekening te houden met de 
belangen van de werkgever en collegae, maar ook met de belangen van derden. De werkgever kan 
namelijk aansprakelijk dan wel verantwoordelijk gehouden worden voor bepaalde onzorgvuldige of 
onjuiste uitingen, die de werknemers via social media doen. Zo verspreidde Cornald Maas een 
Twitterbericht dat luidde: “Grappige exportprodukten heeft Nederland: Sieneke, Joran van de Sloot 
en de PVV”.  Hij moest deze actie bekopen met ontslag omdat zijn werkgever, de Tros de tweet 
volstrekt onacceptabel vond.196   
Een andere situatie is die waarin de districtschef van de politie Zuidwest-Drenthe onjuiste informatie 
twitterde.197 Zonder de feiten goed te kennen, twitterde ze dat de dood van twee bewoners in een flat 
het gevolg was van huiselijk geweld. Het bleek echter een tragisch ongeval te zijn, als gevolg van 
                                                 
196 <nos.nl/artikel/168357-tros-ontslaat-cornald-maas-om-tweet.html > (geraadpleegd op 6 oktober 2014). 
197  <http://www.volkskrant.nl/recensies/twitterende-politiechef-uit-functie-ontheven~a1852223/> (geraadpleegd op 6 
      oktober 2014). 
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voedselvergiftiging. Eerder al noemde ze op Twitter Geert Wilders een fascist. Zij moest het 
uiteindelijk met een voorwaardelijk strafontslag bekopen. In dit geval speelde ook de positie die de 
werknemer inneemt in het maatschappelijk verkeer, een grote rol. 
5.4.3 Onjuiste uiting 
Voor de beantwoording van de vraag of een uiting al dan niet toelaatbaar is op social media, is ook 
relevant of de uiting correct is geplaatst op het desbetreffende medium. Zo had een werkneemster van 
een advocatenkantoor onjuiste informatie over zichzelf op LinkedIn geplaatst. In strijd met de 
werkelijkheid had ze zichzelf de titel “meester” gegeven en zichzelf ook advocaat genoemd. 
Vervolgens kreeg werkneemster ontslag op staande voet.Werkneemster verweerde zich hiertegen door 
een beroep te doen op de vrijheid van meningsuiting. Het gerechtshof ’s-Hertogenbosch198 oordeelde 
naar aanleiding hiervan, dat het werknemers niet is toegestaan om onjuiste informatie op social media 
te plaatsen die verband houdt met het werk. Het hof achtte de opgave van deze incorrecte informatie 
nalatig, ook tegenover de werkgever. Verder overwoog het Hof dat op het moment dat de werkgever 
deze vermelding opmerkte, hij de werkneemster had moeten aanspreken en mogelijk had moeten 
aanmanen om de informatie aan te passen. Een ontslag op staande voet was daarom niet 
gerechtvaardigd. 
5.5 De instructiebevoegdheid van de werkgever versus het recht op vrijheid van 
meningsuiting van de werknemer bij Facebook en Twittergebruik  
De vraag die nu in het kader van deze scriptie rijst  is, of een werknemer zich met succes kan beroepen 
op het recht op vrijheid van meningsuiting na een uiting op Facebook en/of Twitter, waartegen de 
werkgever maatregelen treft. Zoals in paragraaf 4.3 is beschreven, is in het kader van dit onderzoek in 
de arbeidsverhouding een grote rol weggelegd voor het goed werkgeverschap en het goed 
werknemerschap van artikel 7:611 BW. Zoals in paragraaf 5.1 is vermeld, werkt ook het grondrecht 
van vrijheid van meningsuiting langs deze weg door in de arbeidsverhouding.  
In principe mag de werknemer zich onbelemmerd uiten over niet-vertrouwelijke informatie van de 
werkgever. Vaak wordt door het tekenen van een geheimhoudingsverklaring, ook voor Facebook en 
Twitter, een concrete invulling gegeven aan de vraag welke bijzonderheden geheim (vertrouwelijk) 
gehouden dienen te worden. 
 
Social media bieden bij uitstek een platform om een mening naar buiten te brengen. Werknemers 
hebben echter geen onbegrensde vrijheid om zich op Facebook en Twitter te uiten. Als stelregel geldt 
namelijk dat het de werknemer niet is toegestaan om uitingen te doen die de reputatie van de 
                                                 
198 Hof ’s-Hertogenbosch 4 januari 2011, JAR 2011, 172. 
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werkgever of klanten schaden.199 Steeds zal een belangenafweging dienen plaats te vinden tussen het 
recht op vrijheid van meningsuiting en het instructierecht van de werkgever. 
 
De werkgever mag op grond van zijn instructiebevoegdheid binnen de grenzen van de wet en de 
arbeidsovereenkomst eenzijdig regels invoeren, voor zover het gebruik van Facebook en Twitter van 
invloed is op het werk. De werkgever dient er wel voor te zorgen dat de werknemer hiervan in kennis 
is gesteld. Een andere manier om gebruik te maken van zijn instructiebevoegdheid is, om bepaalde 
reglementen of protocollen op te stellen, zoals een social mediacode. Als voorwaarde geldt hierbij dat 
deze kenbaar wordt gemaakt en de werknemer hiermee instemt. Feit is echter dat de 
instructiebevoegdheid van de werkgever niet onbegrensd is. 
 
Uit voorgaande paragrafen blijkt namelijk dat werkgevers alleen maatregelen mogen treffen tegen 
ongrievende uitingen van werknemers op social media, als er een verband of relatie met het werk is. 
Dat betekent dat ook uitingen over de organisatie, collegae, leidinggevenden en ontwikkelingen in de 
organisatie hieronder kunnen vallen. Een voorbeeld van een duidelijk verband met het werk is de 
uiting op Facebook die door de werknemer van Blokker is geplaatst.200 In deze kwestie werd, nadat de 
werkgever eerst een waarschuwing had gegeven, de arbeidsovereenkomst ontbonden. In andere 
voorbeelden is dit verband minder duidelijk maar ook naar derden toe, zoals bij Cornald Maas en de 
districtschef genoemd in paragraaf 5.4.2.3 was er samenhang met en betrekking tot het werk. Uitingen 
die geen enkele relatie of samenhang met het werk hebben, zoals politieke uitingen, zijn in de meeste 
gevallen toelaatbaar.  
 
Het motto dat in de literatuur wordt gesteld dat wat offline geldt ook online moet gelden behoeft 
hierbij enige nuancering. Uit de Blokkeruitspraak201 kan namelijk worden afgeleid dat gedrag op social 
media op afgeschermde profielen niet altijd privé is. Het gevolg hiervan is dat het daarom ook 
consequenties kan hebben voor de werknemer. Dit betekent dat uitingen geplaatst op een voor ieder 
toegankelijk Facebookprofiel, eerder in strijd is met goed werknemerschap dan een uiting gedaan op 
een Facebookpagina die alleen toegankelijk is voor vrienden, niet zijnde zakelijke relaties of collegae.  
 
Een uiting geplaatst op Twitter die iedere volger kan lezen, zal hierdoor ook eerder in strijd zijn met 
goed werknemerschap dan bijvoorbeeld een tweet die specifiek gericht is aan één volger.202 Echter dat 
men zich hier al snel in een schemergebied begeeft, is duidelijk. Immers, als een collega bijvoorbeeld 
                                                 
199 Ktr. Arnhem 19 maart 2012, JAR 2012, 97; LJN BV9483; Hof ’s-Hertogenbosch 4 januari 2011, JAR 2011, 172. 
200 Ktr. Arnhem 19 maart 2012, JAR 2012, 97,  LJN BV9483 (Blokker).     
201 Ktr. Arnhem 19 maart 2012, JAR 2012, 97, LJN BV9483 (Blokker).     
202 Hof ’s-Gravenhage 21 februari 2012, LJN BW0090. 
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ook een goede Facebook-vriend is geworden, en deze Facebook-vriend deelt de werkgever mee dat de 
werknemer in kwestie een negatieve uiting over de werkgever op Facebook heeft gedaan, dan handelt 
de werknemer in strijd met goed werknemerschap. In dit verband speelde in het arrest van het hof ‘s-
Gravenhage het karakter van Twitter203 een grote rol en in het vonnis van de kantonrechter Arnhem de 
aard van Facebook.204 Deze rechtspraak is nader aan de orde geweest in paragraaf 2.4. 
 
De kantonrechter Arnhem205 oordeelde, anders dan de voorzieningenrechter Maastricht, dat het 
privékarakter van Facebook hierdoor betrekkelijk is en zo ook het begrip “vrienden”. De 
voorzieningenrechter Maastricht heeft eerder al vonnis gewezen, dat “conversaties” via social media in 
beginsel beschouwd moeten worden als privé en dus onder het grondrecht van vrijheid van 
meningsuiting vallen. Dit is slechts anders wanneer uit de berichten duidelijk en ondubbelzinnig blijkt 
dat er sprake is van een zakelijk karakter.206  
Anders dan afgeschermde profielen, zijn openbare sites en profielen voor werkgevers toegankelijk.207 
Dit betekent dat een uiting op een publieke site juist door de publiciteit onrechtmatig kan zijn, omdat 
'buitenstaanders”  bepaalde uitingen niet op de juiste waarde kunnen schatten.208 Met name bij Twitter 
kan dit mijns inziens snel het geval zijn, aangezien er bij dit medium maar in maximaal 140 tekens kan 
worden gecommuniceerd. Ook speelt de snelle verspreiding hierbij een rol. Volgens Van Eecke en 
Truyens209 lijkt  dat  informatie snel wordt openbaar gemaakt op social media, terwijl gebruikers bij 
het plaatsen van berichten vaak het gevoel van beslotenheid hebben. Gebruikers kunnen volgens hen 
hun uitingen via social media met name op lange termijn vaak niet overzien. Toegespitst op de 
werknemer houdt dit echter niet in dat hij zich volgens de doelstelling van het bedrijf of het 
gedachtegoed van de werkgever heeft te gedragen of te uiten.210 De functie van de werknemer en/of hij 
door de werkgever wordt gestimuleerd om social media te gebruiken, zal een rol spelen bij het 
vaststellen van het toelaatbare op Facebook en Twitter.211  
 
Rechters zijn echter steeds ontvankelijk voor de gedachte dat werknemers die gebruikmaken van 
social media, zelf ook een grote mate van verantwoordelijkheid dragen voor wat zij aan het publieke 
                                                 
203 Hof ’s-Gravenhage 21 februari 2012, LJN BW0090. 
204 Ktr. Arnhem 19 maart 2012, JAR 2012, 97, LJN BV9483 (Blokker).     
205 Ktr. Arnhem 19 maart 2012, JAR 2012, 97, LJN BV9483 (Blokker).     
206 Rb. Maastricht (vzr.) 8 februari 2012, LJN BV 3122. 
207 Van Eecke & Truyens 2010,  p. 73.  
208 Bijv.: HR 18 februari 1966, NJ 1966, 208 (Nederlandse Klokkenspelvereniging). 
209 Van Eecke & Truyens 2010, p. 73. 
210 Hof 's-Hertogenbosch 19 maart 1990, PRG 1990, 3252; In gelijke zin: Ktr. Roermond 8 maart 1994, JAR 1994, 138. 
211 Ktr. Tilburg 4 april 2007, JAR 2007, 119; Ktr. Emmen 23 januari 2002, JAR 2002, 73. 
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domein van de social media toevertrouwen. Zo heeft het gerechtshof ’s-Hertogenbosch in 2011212 
geoordeeld, dat een onjuiste uiting op social media, die werkgerelateerd is, ontoelaatbaar is. Indien 
nodig zullen werknemers ook schadebeperkend moeten handelen door bijvoorbeeld uitingen te 
verwijderen. In de zaak Blokker is tot uiting gekomen dat dit geen nut meer kan hebben. Een betere 
optie is daarom mijns inziens, om dit bij voorbaat te regelen door bijvoorbeeld de privacy instellingen 
aan te passen op de social media.213 
 
5.6 Samenvatting 
Uit dit hoofdstuk blijkt dat het recht op vrijheid van meningsuiting van werknemers niet onbeperkt is. 
Het recht wordt namelijk begrensd door het goed werknemerschap en beginselen van zorgvuldigheid.  
Uit jurisprudentie blijkt, voor het geval de werknemer op grond van zijn uitingen een beroep doet op 
de vrijheid van meningsuiting, de rechter toch  tot ontbinding van de arbeidsovereenkomst kan 
overgaan. Globaal gezien wordt de grens van wat aanvaardbaar is, bepaald door uitingen in het 
openbaar domein die reputatieschade en andere vormen van bedrijfsschade kunnen veroorzaken. Het 
aantal uitspraken over uitingen van werknemers gedaan op Facebook en Twitter groeit, zodat daaruit 
wel steeds beter valt af te leiden wat al dan niet toelaatbaar is. Steeds meer lijkt de nadruk te gaan 
liggen op wat de werknemer doet en zegt op Facebook en Twitter. In beginsel dient de werknemer 
zich te onthouden van gedragingen en uitingen die de werkgever kunnen schaden. Ook speelt bij deze 
media een rol met wie de werknemer contacten onderhoudt. Uit de rechtspraak blijkt bovendien, dat de 
werkgever die bijvoorbeeld een social mediacode heeft opgesteld, beter beschermd wordt in zijn 




                                                 
212 Hof ’s-Hertogenbosch 4 januari 2011, JAR 2011, 172 (zie par. 5.4.2.4).  
213 Van der Ham 2012, p. 4.  
  49
 
6 DE INSTRUCTIEBEVOEGDHEID VAN DE WERKGEVER VERSUS HET RECHT  
 OP PRIVACY VAN DE WERKNEMER 
 
In het vorige hoofdstuk is onderzocht wat al dan niet toelaatbaar is bij het gebruik van Facebook en 
Twitter in relatie tot de vrijheid van meningsuiting. In dit hoofdstuk zal in dit kader worden ingegaan 
wat is toegestaan in relatie tot het recht op privacy. Dit recht op privacy valt binnen de werkingssfeer 
van het grondrecht op eerbiediging en bescherming van de persoonlijke levenssfeer van anderen.214 In 
de arbeidsrechtelijke rechtspraak komt het recht op privacy vanwege het ontbreken van een wettelijke 
bepaling, net als bij het grondrecht vrijheid van meningsuiting, meestal tot uiting via een 
belangenafweging die op basis van artikel 7:611 BW wordt gemaakt. Voor een nadere onderbouwing 
wordt verwezen naar paragraaf 5.1. In een social mediacode kunnen regels worden opgenomen over 
hoe de werkgever social mediagebruik controleert en wat hierbij de sancties zijn. Hiervoor wordt 
verwezen naar de paragrafen 5.2 en 5.2.1. In dit hoofdstuk zal in paragraaf 6.1 worden ingegaan op de 
begrenzing van de privacy die voortvloeit uit de arbeidsovereenkomst. Daarna zal in de paragrafen  6.2 
en 6.3 respectievelijk worden ingegaan op het gebruik van social media tijdens werk- en privé-tijd. In 
paragraaf 6.4 komt de controlebevoegdheid van de werkgever versus het recht op privacy van de 
werknemer aan bod. In paragraaf 6.5 is deze toegespitst op Facebook- en Twittergebruik en de 
Europese ontwikkelingen.  
 
6.1  Begrenzing privacy voortvloeiend uit de arbeidsovereenkomst 
De werknemer kan op verschillende wijzen worden beperkt in de uitoefening van zijn recht op 
privacy. Zo is het mogelijk dat als de werknemer een arbeidsovereenkomst is aangegaan, hij een deel 
van zijn recht op privacy moet inleveren, wanneer een werkgever kan aantonen dat de werknemer zich 
aan wangedrag schuldig maakt, dat werkgerelateerd is. Het gevaar schuilt hier mijns inziens in dat de 
werknemer de gevolgen van tevoren niet altijd even goed kan overzien. Dit blijkt wel uit het 
Hyattarrest 215 waar in paragraaf 6.3 nader op zal worden ingegaan. Het recht op privacy van de 
werknemer wordt ook eenzijdig beperkt, wanneer bij de aanvang van de arbeidsovereenkomst 
gegevens uit de persoonlijke levenssfeer van de werknemer worden geregistreerd. Zoals in paragraaf 
4.3.1 al is beschreven moet, indien de privacy van de werknemer wordt ingeperkt, dit steeds een 
bepaald doel dienen, proportioneel zijn en niet verder gaan dan strikt noodzakelijk is.216 
 
                                                 
214 Artikel 10 Gw. 
215 HR 14 september 2007, JAR 2007, 250 (Hyatt/Dirksz). 
216 HR 27 april 2001, JAR  2001, 95 (L./ Wennekes Lederwaren).     
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Daarnaast kunnen in een Collectieve Arbeidsovereenkomst (CAO) bepalingen opgenomen worden die 
de privacy van de werknemer garanderen. Zo kan in de CAO worden opgenomen dat de werkgever 
zonder toestemming van de werknemer geen zaken openbaar mag maken die liggen in de persoonlijke 
levenssfeer van de werknemer en waarvan hij redelijkerwijs kan weten dat geheimhouding vereist 
is.217 Voor het geval de CAO aan de werknemer rechten verleent en de CAO algemeen verbindend is 
verklaard (avv) door de minister van Sociale Zaken en Werkgelegenheid  zijn deze voorschriften 
direct afdwingbaar ten aanzien van de werkgever.218 Hierbij dient opgemerkt te worden dat een CAO 
die avv is verklaard, een materiële wet is. Daarom kan hierin het recht op privacy niet worden 
geregeld, maar enkel worden gepreciseerd. Er dient hierbij een wet in formele zin aan ten grondslag te 
liggen. 
 
6.2 Gebruik social media tijdens werktijd                                                                              
In paragraaf 4.2 is beschreven dat het element gezagsverhouding in de definitie van de 
arbeidsovereenkomst, nader is uitgewerkt in artikel 7:660 BW. Op grond hiervan heeft de werkgever 
een instructiebevoegdheid waardoor hij ook inbreuk kan maken op het privacyrecht van de 
werknemer. Hieronder valt ook de bevoegdheid van de werkgever om regels te stellen ten aanzien van 
het gebruik van ICT-middelen, waaronder het gebruik van social media. Werkgevers zijn niet verplicht 
faciliteiten voor social mediagebruik beschikbaar te stellen. Toch kan niet elk gebruik van social 
media tijdens arbeidstijd worden verboden. De werkgever heeft binnen zekere grenzen te aanvaarden 
dat onder werktijd privécontacten worden onderhouden, waarbij de werkgever de privacy van de 
werknemer dient te waarborgen (= privetisering).219 Wat onder “redelijk privégebruik” moet worden 
verstaan is in de rechtspraak nog niet uitgekristalliseerd. Alleen de kantonrechter Amsterdam220 is hier 
nader op ingegaan. Hij plaatste de kanttekening dat de werkgever, in tijdsduur een aantal beperkte, 
contacten met privérelaties dient te accepteren, indien en voor zover daarvan geen concrete, 
aanwijsbare nadelige invloed op het werk en/of de werksfeer uitgaat. Over ontslagen in verband met 
het onder werktijd bijhouden van een weblog zijn tot dusver geen uitspraken gepubliceerd. Doordat er 
in toenemende mate sprake is van privetisering van de arbeidsplaats, leidt dit mijns inziens tot een 
situatie waarin aan de ene kant het recht op toezicht van de werkgever en aan de andere kant de 
vrijheden van de werknemer steeds meer op gespannen voet komen te staan. 
 
Terecht merkt Hildebrandt in haar artikel “Privacy en identiteit in slimme omgevingen”221 dan ook op 
dat de nieuwe informatie- en communicatiestructuur de opvatting van het recht op privacy als een 
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recht op niet-inmenging in de private ruimte, problematisch maakt. Met name omdat de private- en 
publieke context niet meer samenvalt met de fysieke private- en publieke ruimten. Volgens Bakels222 
dient hierbij in het oog te worden gehouden dat het niet alleen gaat om het in bescherming nemen van 
werknemersbelangen, maar dat werkgevers ook voor belangen staan die bescherming verdienen. 
Hierdoor ontstaat er een omgekeerde privetisering van de arbeidsrelatie.223 
 
Met betrekking tot het veelvuldig gebruikmaken van social media onder werktijd voor privégebruik,  
geldt dat aansluiting kan worden gezocht bij de rechtspraak aangaande het bezoeken van websites in 
het algemeen.224 Daarbij speelt de aard van de functie een rol en of veelvuldig bezoek op websites van 
invloed is geweest op de werkzaamheden.225 Dit zal aan de hand van een vonnis van de kantonrechter 
Maastricht in de volgende paragraaf worden belicht. Ook mag de werkgever als hij een redelijk 
belang226 heeft, bepaalde sites blokkeren.227 Een werkgeversbelang kan hierbij worden ingekleurd door 
de werkzaamheden of de identiteit van de werkgever.228 Ook kan de werkgever instructies geven over 
de momenten waarop de werknemer social media tijdens de uitvoering van zijn werk mag gebruiken. 
Zo kan de werkgever de werknemer verbieden social media te gebruiken bij een klantenbezoek. 
 
6.2.1  Jurisprudentie (excessief) social mediagebruik tijdens werktijd 
In deze paragraaf zal worden ingegaan op een vonnis, waarin de werkgever verzocht om ontbinding 
van de arbeidsovereenkomst wegens buitensporig niet werkgerelateerd internetgebruik door een 
werkneemster tijdens werktijd. Alhoewel de werkneemster bekend was met de gedragsregels hierover 
en hiervoor had getekend, leefde zij deze regels niet na. De werkgever heeft het internetgebruik van 
werkneemster daarom laten controleren, waarna werd vastgesteld dat de werkneemster buitensporig 
veel gebruik maakte van internet en daarbij niet-werkgerelateerde websites bezocht. De werkgever 
heeft de werkneemster hier vervolgens op aangesproken en geconfronteerd met zijn bevindingen. De 
werkgever stelde dat de werkneemster had toegegeven dat zij veelvuldig (voor privégebruik) op het 
internet was geweest. De werkneemster heeft een autistisch kind en had daar informatie over 
opgezocht. Ook moest zij, gezien deze situatie, contact houden met het thuisfront. De werkgever was 
van mening dat het onprofessionele handelen en het gebrek aan vertrouwen in de werkneemster, een 
dringende reden opleverde om de arbeidsovereenkomst met directe ingang te ontbinden.  
                                                                                                                                                        
221 Hillebrandt 2010 p. 275. 
222 Bakels/ Roozendaal, Bouwens & Houwerzijl 2014, p. 82. 
223 Koeleman 2011, p. 15 en 18.   
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226 Thole & Van de Jagt 2011, p. 9. 
227 Engelfriet & Thole 2012, 34. 
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De werkneemster voerde gemotiveerd verweer tegen het ontbindingsverzoek en gaf aan dat het 
verzoek moest worden afgewezen. Ook voerde de werkneemster als reden voor het veelvuldige 
privégebruik van het internet op, dat zij een autistisch kind heeft en dat dit een weerslag heeft op haar 
privé-leven. Ook stelde zij dat het in perioden van inactiviteit is toegestaan om voor privé-doeleinden 
gebruik te maken van internet. De rechtbank Maastricht229 stelde vast dat het internetgebruik kennelijk 
geen enkele invloed heeft gehad op het functioneren van werkneemster. De rechter was van oordeel 
dat de werkneemster weliswaar niet werkgerelateerde sites had bezocht, maar hij stelde dat de 
werkgever echter niet aangetoond had dat zij hiermee een groot aantal uren bezig is geweest. Een 
ernstige waarschuwing was in casu meer op zijn plaats geweest dan de arbeidsovereenkomst meteen te 
beëindigen. Het verzoek werd afgewezen. 
De rechtspraak230 rondom het veelvuldig bezoeken van niet werkgerelateerde internetsites laat zien dat 
het ook anders kan uitpakken. In de kwestie die speelde voor de kantonrechter Arnhem, is een 
werknemer op 1 november 1998 in dienst getreden bij een werkgever en bekleedde als laatste de 
functie van ondersteuner ICT. Zijn werkgever hanteerde een ICT-reglement waar ondermeer in stond 
vermeld, dat het verboden was om op de werkplek porno-sites te bezoeken. De werknemer was bekend 
met het ICT-reglement. In mei 2011 had zijn werkgever diverse klachten over hem ontvangen omdat 
hij niet-werkgerelateerde sites zou hebben bezocht. Zijn werkgever is naar aanleiding hiervan een 
intern onderzoek gestart. Hierin werd bevestigd dat werknemer frequent niet-werkgerelateerde 
websites, zoals gok- en sekssites bezocht. Vervolgens confronteerde zijn werkgever hem hiermee, 
maar de werknemer ontkende deze sites te bezoeken. Hoffmann Bedrijfs recherche heeft op verzoek 
van de werkgever nader onderzoek verricht. In het kader van dit onderzoek heeft de werknemer aan 
Hoffmann Bedrijfsrecherche bekend bepaalde websites onder werktijd te hebben bezocht. De 
werkgever had naar aanleiding hiervan geen enkel vertrouwen meer in de werknemer en diende een 
verzoekschrift tot ontbinding van de arbeidsovereenkomst in. De werknemer voerde vervolgens onder 
andere het verweer  dat alle collegae het internet voor privézaken gebruikten en dat de werkgever dit 
zou hebben gedoogd. De kantonrechter oordeelde dat de werknemer heeft erkend dat hij onder 
werktijd seksueel getinte- en goksites had bezocht. Dit bracht met zich dat de werknemer in strijd met 
het ICT-reglement had gehandeld. De kantonrechter Arnhem oordeelde dat die omstandigheid maakte 
dat ontbinding op grond van een dringende reden, zonder toekenning van een vergoeding, 
gerechtvaardigd was. 
Interessant in dit verband is ook de uitspraak van de rechtbank Zeeland-West Brabant.231 In 
onderhavig geval had een IC-verpleegkundige tijdens een nachtdienst in een ziekenhuis haar dochter 
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meegenomen. Haar dochter was uitverkoren tot “Miss Netherlands” en wilde met het oog op de Miss 
International verkiezingen haar portfolio aanvullen met een thema over de gezondheidszorg in 
Nederland. Om die reden wilde zij enkele foto’s maken van de IC-afdeling waar haar moeder werkte. 
Nadat werkneemster haar nachtdienst had overgedragen, heeft ze haar dochter opgehaald  en heeft ze 
haar vervolgens haar witte uniformjasje aangedaan met daarover een sjerp met de tekst “Miss 
International Netherlands”. De werkneemster heeft toen een korte fotoreportage van haar dochter 
gemaakt, waarbij ze haar tussendoor nog onder andere een mondkapje en een muts heeft opgedaan. 
Vervolgens heeft de dochter de foto’s op Facebook geplaatst. Op de foto’s is onder meer te zien dat de 
dochter kleding van het ziekenhuis aan heeft en naast een bed met medische apparaten staat. Nadat de 
leidinggevende van de werkneemster de foto’s op de facebookpagina van de dochter had gezien, is de 
werkneemster, na eerst op non-actief gesteld te zijn, op staande voet ontslagen. De werkneemster was 
35 jaar in dienst en had altijd goed gefunctioneerd. Dit voerde werkneemster aan als verweer, 
waardoor er volgens haar van een dringende reden noch van een verandering in de omstandigheden op 
grond waarvan de arbeidsovereenkomst behoort te eindigen, sprake was. De kantonrechter overwoog 
vervolgens dat aan de werkneemster verweten kan worden dat zij zich in verband met het maken van 
de foto’s van haar dochter ongeveer drie kwartier niet (volledig) heeft beziggehouden met haar 
werkzaamheden. Echter, van een dringende reden tot ontslag is volgens de kantonrechter geen sprake, 
omdat het gaat om een relatief korte gebeurtenis en werkneemster bovendien al 35 jaar in dienst was 
en altijd goed had gefunctioneerd. Het ontslag op staande voet hield dus geen stand. Wel ging de 
kantonrechter over tot ontbinding van de arbeidsovereenkomst wegens een onherstelbare 
vertrouwensbreuk. 
 
6.3 Gebruik social media tijdens privé-tijd  
In tegenstelling tot de gezagsbevoegdheid van de werkgever tijdens werktijd, staat een werknemer op 
grond van artikel 7:660 BW tijdens privétijd niet onder het gezag van zijn werkgever. Dit heeft tot 
gevolg dat de werkgever buiten werktijd in principe, niet bevoegd is om regels te stellen en instructies 
te geven ten aanzien van gedragingen van de werknemer. Als uitgangspunt geldt hierbij dat de 
werknemer op grond van de artikelen 8 EVRM en 10 Gw bij uitstek buiten arbeidstijd het recht op 
privacy heeft. Dit is in hoofdstuk 3 reeds aan de orde geweest. In beginsel mag een werknemer dus 
buiten werktijd social media in algemene zin gebruiken en kan de werkgever dit niet verbieden. Wel 
dient de werknemer zich op grond van artikel 7:611 BW te gedragen als een goed werknemer. Hij 
dient daarbij ook buiten werktijd rekening te houden met de belangen van de werkgever. Wanneer de 
werknemer daarmee in strijd handelt, kan dit consequenties voor hem hebben. De werknemer moet 
zich daarom, ook al staat hij niet onder het gezag van zijn werkgever, aan een aantal instructies van de 
werkgever houden.  
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De Hoge Raad heeft in 1970 al bevestigd dat gedragingen buiten werktijd kunnen resulteren in een 
dringende reden voor ontslag.232  Zo oordeelde de Hoge Raad, dat een autoverkoper die buiten 
werktijd onder invloed van alcohol met zijn auto schade veroorzaakte en door de politie werd 
aangehouden, terecht op staande voet was ontslagen.Van belang was dat de goodwill van de 
werkgever voor een belangrijk deel afhankelijk was van het gedrag van zijn verkopers. Het gedrag van 
deze werknemer leverde dan ook terecht een ernstige tekortkoming op in zijn verplichtingen jegens de 
werkgever. 
 
De werkgever kan op grond van zijn gezagsbevoegdheid, zich behoorlijk ver mengen in de privésfeer 
van de werknemer. Dit blijkt wel uit het Hyatt-arrest233 waarbij een werkneemster in haar vrije tijd 
drugs gebruikte. De werkgever, het Hyatt-hotel, voerde een strak anti-drugsbeleid. In dat kader had de 
werkneemster een training gevolgd, waarin was aangekondigd dat Hyatt een willekeurige drugstest 
zou gaan doen. De werkneemster had een verklaring ondertekend en daardoor verklaart te aanvaarden 
dat een positieve uitslag van een alcohol- of drugstest reden voor ontslag kon zijn. De werkneemster 
werd vervolgens geselecteerd en positief getest op cocaïne. Daarna kreeg de werkneemster haar 
ontslag aangezegd en voerde ze vervolgens als verweer aan dat het antidrugsbeleid van Hyatt een 
ontoelaatbare inbreuk is op haar persoonlijke levenssfeer, omdat ze de drugs in het weekend had 
gebruikt. De zaak werd aanhangig gemaakt bij de Hoge Raad, die overwoog dat het ontslag 
rechtsgeldig was gegeven. De Hoge Raad kwam tot dit oordeel, omdat de werkneemster een aanbod 
tot het volgen van een rehabilitatieprogramma had afgewezen terwijl zij hiermee van tevoren wel had 
ingestemd. Ook achtte de Hoge Raad het belang van de werkgever op een drugsvrij imago van het 
bedrijf, groter dan het belang van de werkneemster om cocaïne te snuiven. Het gaat hier om de 
afweging tussen het organisatorisch belang van de werkgever en het persoonlijk belang van de 
werkneemster. 
 
6.4 Controlebevoegdheid van de werkgever versus het recht op privacy van de werknemer                               
Uit de vorige paragraaf is gebleken dat de werkgever op basis van de gezagsbevoegdheid in bepaalde 
situaties het recht heeft te controleren of de werknemer zich aan zijn instructies houdt en zich als een 
goed werknemer gedraagt. Hierbij moet de werkgever zorgvuldig te werk te gaan. Zo moet op grond 
van artikel 5.3 van de Arbeidsomstandighedenregeling (Arboregeling) ook bij social mediagebruik, de 
werknemer van tevoren door de werkgever worden geïnformeerd, wanneer de werkgever het 
computergebruik wil controleren. In de Arboregeling is namelijk opgenomen dat zonder medeweten 
van de gebruiker geen gebruik kan worden gemaakt van een kwantitatief of kwalitatief 
controlemechanisme. Ook op grond van de artikelen 33 en 34 Wbp is de werkgever verplicht om aan 
                                                 
232 HR 18 december 1970, NJ 1971, 153.   
233 HR 14 september 2007, JAR 2007, 250 (Hyatt/Dirksz). 
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zijn werknemers openbaar te maken dat gebruik wordt gemaakt van computercontrole. Het enkele 
overleg met de OR is in dit kader onvoldoende. De werknemers moeten individueel worden 
voorgelicht. Overtreding van deze handelwijze van de werkgever, zal dan ook in zijn algemeenheid 
niet gekarakteriseerd kunnen worden als goed werkgeverschap.234 Het (pre-)screenen van werknemers 
vergt beleid van de werkgever, dat waarborgt dat de privacy niet in het gedrang raakt.235 
 
Zoals genoemd, moet de Wbp aan de werkgever een rechtmatige grondslag bieden om tot controle 
over te kunnen gaan. De MvT236 bepaalt dat het dwingende karakter van de Wbp goed aansluit bij de 
doorwerking van het grondrecht op de eerbiediging van de persoonlijke levenssfeer in de particuliere 
rechtsverhouding. Desondanks is toch gebleken dat de Wbp niet is afgestemd op de arbeidsrelatie. De 
algemene materiële normen van de Wbp moeten daarom invulling krijgen op arbeidsrechtelijk niveau. 
Dit kan in de praktijk van geval tot geval verschillen. Hiervoor is onder andere een rol weggelegd voor 
de rechter.237  
 
6.4.1  Jurisprudentie controlebevoegdheid van de werkgever versus het recht op privacy van 
de werknemer 
Er zijn intussen diverse vonnissen gewezen over de vraag hoe de controlebevoegdheid van de 
werkgever zich verhoudt tot het recht op privacy van de werknemer.238 Zo werden in 1985 in een 
vestiging van KOMA239  in alle werkplaatsen op een dusdanige manier camera’s geplaatst, dat de 
werkgever nagenoeg het gehele bedrijf kon observeren. De werkgever weigerde op verzoek van 
Industriebond FNV de camera’s te verwijderen en beweerde dat de observatie tot doel had, de 
werknemers op bepaalde onderdelen van het werk een verantwoorde begeleiding te geven. Vervolgens 
eiste de Industriebond FNV bij de rechtbank Roermond verwijdering van de camera’s. FNV voerde 
namens haar leden, bij KOMA in dienst, aan dat het handelen van KOMA inbreuk maakte op de  
persoonlijke levenssfeer van de werknemers. Vervolgens overwoog de president: 
 
“KOMA zal in strijd met haar verplichtingen als goed werkgever handelen wanneer zij de camera’s 
gebruikt zonder dat een gewichtiger te achten belang daartoe aanspoort en afspraken met het 
betrokken personeel zijn gemaakt over het gebruik van de camera’s en de controle daarop”.  
 
                                                 
234 Terstegge 2002, p. 32.  
235 Putker-Blees 2007, (12), 54; Houben 2008 (2); Ktr. Apeldoorn 31 mei 2010, JAR 2010, 49. 
236 Kamerstukken 11 1997-1998, 25 892, nr. 3, p. 10 (MvT). 
237 Koevoets 2006, p. 30. 
238 Asscher & Steenbruggen 2001, nr. 37. 
239 Rb. Roermond 12 september 1985, KG 1985, nr. 299.   
  56
Een belang dat duidelijk opweegt tegen dat van de bescherming van de persoonlijke levenssfeer was 
vooralsnog niet aangetoond. De rechtbank Roermond oordeelde dat de werkgever heeft gehandeld in 
strijd met goed werkgeverschap en de werknemer recht heeft op bescherming van de persoonlijke 
levenssfeer. Bovendien moet de mogelijkheid van controle kenbaar zijn, het zogenoemde 
kenbaarheidsvereiste. Nu de werkgever zich hier niet aan heeft gehouden, heeft hij gehandeld in strijd 
met het goed werkgeverschap. 
 
Het belang van de werkgever weegt echter zwaarder dan het belang van de werknemer wanneer er -
bijvoorbeeld- sprake is van (een vermoeden van) diefstal. Dit speelde in de zaak Wennekes 
Lederwaren.240 In onderhavig geval was L. sedert 10 juli 1978 in dienst van (de rechtsvoorganger van) 
Wennekes Lederwaren Den Haag B.V. in de functie van verkoopster. In deze zaak wilde de werkgever 
door middel van heimelijke cameraopnames, aantonen dat L. geld uit de kassa ontvreemdde. L., de 
eiseres, ging in cassatie en stelde zich op het standpunt, dat sprake was van schending van haar privacy 
en dat de videobeelden buiten beschouwing moesten blijven.  
 
In deze context overweegt de Hoge Raad in rechtsoverweging 3.7 het volgende: 
”(...) Dienaangaande is van belang dat een concreet vermoeden bestond dat een van de werknemers 
van Wennekes, L., zich schuldig maakte aan strafbare feiten, welk vermoeden, naar de in cassatie niet 
bestreden vaststelling van de rechtbank, anders dan met gebruikmaking van een verborgen camera 
niet zou kunnen worden gestaafd. Nu enerzijds Wennekes aldus een gerechtvaardigd belang had door 
middel van een video-camera opnamen te maken, zonder haar werknemers tevoren te waarschuwen, 
terwijl anderzijds de opnamen slechts de gedragingen van het personeel bij de kassa betroffen, moet 
worden aangenomen dat, ook indien Wennekes aldus een inbreuk op het privéleven van L. zou hebben 
gemaakt, dit nog niet betekent dat dit bewijsmateriaal in een procedure als de onderhavige niet mag 
worden gebruikt. (...)' 
 
De Hoge Raad oordeelde dat het maken van de video-opnamen van het winkelpersoneel bij de kassa 
een inbreuk op de privacy van het personeel vormde. De rechter is hierbij echter van oordeel dat deze 
inbreuk, gelet op de beperking in plaats en tijd, gerechtvaardigd werd door de kennelijk concrete 
verdenking van verduistering door L. en het belang van Wennekes om te controleren of die verdenking 
terecht was. Het belang van de werkgever prevaleerde in dit geval boven het belang van de 
werkneemster. Van onrechtmatig verkregen bewijsmateriaal was daarom geen sprake. De gemaakte 
video-opnamen mogen daarom als bewijsmiddel worden gebruikt.  
 
                                                 
240 HR ’s-Gravenhage 27 april 2001, NJ 2001, 421 (L./Wennekes Lederwaren). 
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Relevant  in dit verband is ook de kwestie, waarin de kantonrechter Leeuwarden241 over het gebruik 
van een registratiesysteem oordeelde. In deze zaak had de werknemer een behoorlijke vrijheid en de 
werkgever controleerde de werknemer nauwelijks op zijn functioneren. Naar aanleiding van diverse 
klachten, stelde de werkgever een algemeen onderzoek in naar het rijgedrag van zijn chauffeurs.  
Gedurende dit onderzoek kwam naar voren dat één van zijn werknemers, regelmatig de verkeersregels 
overtrad. Daarbij kwam de werkgever ten gehore dat deze werknemer geregeld zonder hiervoor 
opdracht te hebben gekregen, bij particulieren afval ophaalde. Naar aanleiding hiervan stelde de 
werkgever een aantal dagen tijdens werktijd een onderzoek in door de werknemer te observeren, door 
middel van het plaatsen van een tracking- en tracingsysteem in de vrachtauto van de werknemer. 
Hierdoor kwam aan het licht dat de desbetreffende werknemer regelmatig langere pauzes nam dan 
hem was toegestaan, geregeld zonder opdracht huis- en bouwafval inzamelde en daarnaast 
verkeersovertredingen bleef begaan. De werkgever had een sterk vermoeden dat de werknemer voor 
het ophalen van huis- en bouwafval wederdiensten en/of geld ontving. Naar aanleiding hiervan werd 
werknemer op staande voet ontslagen. De werknemer heeft aan zijn adres de gemaakte verwijten 
betwist en weersproken. Vervolgens werd de zaak voorgelegd aan de kantonrechter te Leeuwarden. De 
rechter overwoog dat de werknemer zijn functie in de openbare ruimte vervulde waardoor derden de 
werknemer in zijn handel en wandel konden waarnemen. De werknemer was daardoor het 
“visitekaartje” van de werkgever. Gelet op zijn positie binnen het bedrijf, brengt dit voor de 
werknemer in zijn optreden de nodige verantwoordelijkheid met zich mee. De rechter oordeelde dat 
het onderzoek gerechtvaardigd was gelet op de ernst van de verwijten en het belang van de werkgever, 
mede doordat de functie in de openbare ruimte vervuld werd, zwaarder diende te wegen dan het belang 
van de werknemer. De arbeidsovereenkomst werd ontbonden wegens een gewichtige reden.   
 
6.4.1.1 Jurisprudentie controlebevoegdheid bij social mediagebruik  
Ook heeft de werkgever het recht om gebruik te maken van zijn controlebevoegdheid bij social 
mediagebruik. Zo heeft de voorzieningenrechter Amsterdam242 geoordeeld, dat de werkgever 
voldoende aanleiding had, om de inhoud van de laptop van de werknemer te laten onderzoeken. In 
deze zaak had de werknemer diverse negatieve berichten over zijn werkgever via whatsapp, skype en 
sms verstuurd. De werkgever heeft de (verwijderde) berichten weten te traceren. Hij heeft deze 
onderzocht op voor de werkgever negatieve berichtgeving. De werknemer werd vervolgens op staande 
voet ontslagen. De werknemer verweerde zich hier tegen en deed een beroep op het recht op privacy. 
Hij voerde hierbij aan dat hij de negatieve informatie uit zijn laptop had gehaald. Het had daarmee 
volgens hem voor de werkgever duidelijk moeten zijn dat het hier om privé- gegevens ging.  
                                                 
241 Ktr. Leeuwarden 30 november 2010, LJN  BO7532. 
242 Rb. Amsterdam (vzr.) 6 februari 2014, RBAMS 2014, 2391. 
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Op verzoek van de voorzieningenrechter heeft de werknemer op zijn smartphone, de 
whatsappberichten laten zien. De werknemer heeft slechts één privébericht kunnen aantonen, waarop 
hij is gecontroleerd. Volgens de voorzieningenrechter heeft de werknemer niet op overtuigende wijze 
verklaard, dat het voor hem niet mogelijk was een uitdraai te geven van de whatsapp-, de sms-
berichten en de skype-conversatie, zoals die naar zijn zeggen zouden hebben plaatsgevonden. De 
werkgever had volgens de voorzieningenrechter, door de verklaring van een collega, voldoende reden 
nader onderzoek te verrichten naar de inhoud van de laptop. De werkgever had bij dit onderzoek 
namelijk alleen gekeken naar werkgerelateerde berichten en niet naar de verzonden privéberichten. De 
werkgever had bij deze gegevens wel degelijk een groot belang en dit onderzoek had niet op een 
andere manier kunnen plaatsvinden. De voorzieningenrechter oordeelde dat een ordemaatregel van de 
werkgever in deze omstandigheden gerechtvaardigd was. Ook is er sprake geweest van een 
proportionele- en subsidiaire aanpak van de werkgever in dit onderzoek. Daarbij komt dat de 
werknemer volgens de voorzieningenrechter onvoldoende aannemelijk heeft gemaakt dat de door de 
werkgever overgelegde berichten niet van hem afkomstig waren. De voorzieningenrechter oordeelde 
daarom dat de werknemer zich niet als goed werknemer heeft gedragen en achtte het ontslag op 
staande voet gegrond. In onderhavig geval achtte de voorzieningenrechter  het bedrijfsbelang van de 
werkgever groter dan het privébelang van de werknemer. 
 
In een andere zaak heeft een werkgever, een groothandel aan horloges, kort nadat de werknemer had 
aangegeven een dienstbetrekking te willen aangaan bij een andere werkgever, aan de werknemer 
gevraagd zijn laptop achter te laten wegens een zogenaamde software update. Naar aanleiding hiervan 
heeft de werkgever een privé e-mailaccount van de werknemer geopend. Ook heeft de werkgever de 
inhoud van de telefoon van de werknemer gecontroleerd en daarbij “whatsapp” berichten geopend. 
Voor de werknemer gold een verbod op het verrichten van nevenwerkzaamheden en een 
geheimhoudingsbeding. De werkgever heeft naar aanleiding van dit onderzoek de werknemer op 
staande voet ontslagen. Als reden voerde hij aan dat uit dit onderzoek bleek, dat de werknemer 
vertrouwelijke bedrijfsinformatie aan zijn toekomstige werkgever had doorgegeven. Bovendien had hij 
zijn aanstaande werkgever voorgesteld bij zakelijke relaties van zijn werkgever. De werknemer spande 
vervolgens een kort geding aan omdat volgens hem de handelwijze van zijn werkgever onrechtmatig 
is. Volgens de werknemer heeft de werkgever op nogal erg duidelijke- en disproportionele wijze 
inbreuk gemaakt op de privacy van de werknemer. Daarnaast voerde de werknemer aan, dat de 
werkgever de terzake doende informatie op een onrechtmatige wijze had verkregen. Hierdoor mochten 
volgens de werknemer, deze gegevens niet worden betrokken bij de beoordeling voor een dringende 
reden tot ontslag.  
De kantonrechter overwoog dat er sprake was van een ”fishing expedition” omdat de werkgever het 
onderzoek heeft aangevangen nadat de werknemer aan hem had medegedeeld dat hij een nieuwe 
dienstbetrekking zou aangaan. Voorts merkte de kantonrechter, het door de werkgever gebruik maken 
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van de Whatsapp-berichten op de telefoon van de werknemer aan, als een schending van de privacy 
van de werknemer. Daarbij was van belang dat de werkgever de laptop onder valse voorwendselen had 
ingenomen. De kantonrechter oordeelde dat er sprake was van onrechtmatig verkregen bewijs. 
Bovendien heeft de werkgever onvoldoende kunnen bewijzen dat hij een concreet vermoeden had dat 
de werknemer in strijd handelde met het verbod op nevenwerkzaamheden en het 
geheimhoudingsbeding die waren opgenomen in de arbeidsovereenkomst.243 
 
6.5  De instructiebevoegdheid van de werkgever versus het recht op privacy van de 
werknemer bij Facebook- en Twittergebruik 
In het kader van deze scriptie is met name de vraag van belang, of een werknemer zich met succes kan 
beroepen op het recht op privacy na een uiting op Facebook en Twitter tijdens werktijd en privétijd, 
waartegen de werkgever maatregelen treft. Om antwoord te vinden op de vraag of, en zo ja, in welke 
mate werkgevers privégebruik tijdens werktijd en in privétijd van Facebook en/of Twitter door 
werknemers mogen controleren, zal steeds gekeken moeten worden of de Wbp van toepassing is. De 
Wbp is alleen van toepassing als een werknemer informatie over hemzelf of derden publiceert op 
social media.244 Indien dit het geval is, mag controle van Facebook- en Twittergebruik  niet zomaar 
plaatsvinden. De werkgever moet namelijk een redelijke verdenking hebben om te controleren of één 
of meerdere werknemers uitingen doen op Facebook en/of Twitter, die niet zijn toegestaan.245 
Bovendien dient de werkgever net als dat het geval was bij het cameratoezicht in de zaak Wennekes, 
een zwaarwegend bedrijfsbelang te hebben om het personeel te controleren. Ook moet het doel van de 
controle, zoals het beschermen van bedrijfsgeheimen, duidelijk vooraf vastgesteld zijn. Hierbij zal 
sprake moeten zijn van een belangenafweging, waarbij de werkgever steeds rekening moet houden 
met de proportionaliteit en subsidiariteit van de maatregel. Proportionaliteit betekent in dit verband dat 
de werkgever niet meer mag monitoren dan strikt noodzakelijk is. Subsidiariteit houdt in dat 
afgewogen moet worden of het doel bereikt kan worden met een minder ingrijpende maatregel. Zo 
verdient het volgens Kolk & Verbruggen246 in dit verband bij de werkcomputer de voorkeur, voor 
zover het haalbaar is, door middel van een technische blokkade247 of contentfiltering248 bepaalde 
handelingen van de werknemer tegen te gaan, in plaats van hem naderhand te controleren. Dit is in 
principe toegestaan. Door deze controle blijft zoveel mogelijk inhoudelijke informatie die niet terzake 
                                                 
243 http://www.symion.nl/doorzoeken-privebestanden-op-computer-en-telefoon-werknemer-schending-privacy/;  
     (geraadpleegd op 6 oktober 2014). 
244 Een publicatie op social media, dat een besloten karakter heeft, is volgens het Cbp gelijk te stellen aan een openbare 
     publicatie op social media. 
245 HR ’s-Gravenhage 27 april 2001, NJ 2001, 421 (L./Wennekes Lederwaren). 
246 Kolk & Verbruggen 2002, p. 5. 
247 Ook het installeren van ongepaste software kan door de werkgever worden belemmerd. 
248 Dit is het scannen van berichten of bestanden op verboden woorden of extenties. 
  60
doet, onaangetast. Met het oog op de privacybescherming  is dit niet alleen raadzaam, maar is dit mijns 
inziens ook noodzakelijk vanwege het beginsel van de proportionaliteit.   
 
Het feit dat de Wbp handvatten aanreikt en hierdoor ruimte geeft voor interpretatie, zorgt ervoor dat de 
rechter bij de toepassing van dezelfde wet, telkens tot een ander oordeel zou kunnen komen. Dit zou 
tot gevolg kunnen hebben dat de werknemer niet de bescherming krijgt die mijns inziens aan hem zou 
moeten toekomen. De Wbp kan de benodigde bescherming alleen aan de werknemer bieden, als de 
rechter de discretionaire ruimte steeds op dezelfde wijze inkleurt. Uit de rechtspraak blijkt dat dit ook 
geldt voor social mediagebruik. Zo wordt bewijs verkregen door controle op gebruik van social media, 
vrijwel altijd door de rechter aanvaard. De rechter laat de materiële waarheidsvinding vaak prevaleren 
en schuift bewijs dat in strijd is met privacy normen, niet snel ter zijde.249 Wel heeft de werknemer 
kans van slagen als hij een beroep op de Wbp doet, indien de werkgever zowel in werk- als in privétijd 
structureel uitingen op social media bijhoudt en deze gegevens niet overeenkomstig de Wbp verwerkt. 
De gegevens die tijdens werktijd door de controle worden verzameld, zullen immers onder meer 
inzicht geven in de data en de duur waarop het gebruik van Facebook en/of Twitter door de 
werknemer heeft plaatsgevonden. Daarom kunnen deze gegevens worden gekarakteriseerd als 
persoonsgegevens en moet de werknemer hiervoor ondubbelzinnig toestemming verlenen.250 Daarbij 
komt dat een werkgever een werknemer niet kan verplichten zijn persoonsgegevens op social media te 
plaatsen.251 
 
Voorts heeft een werknemer, zoals in paragraaf 6.2 tot uiting is gekomen, recht op beperkt 
privégebruik (in duur en frequentie) van Facebook en Twitter tijdens werktijd. Gedragingen in de 
privésfeer kunnen gevolgen hebben voor de arbeidsverhouding, als deze enig verband houden met de 
werkzaamheden. Dit is met name het geval wanneer de werknemer in strijd handelt met hetgeen in zijn 
arbeidsovereenkomst of in een voor hem geldend arbeidsreglement of gedragscode is bepaald. In dit 
soort situaties speelt een rol of de functie van de werknemer een verzwaarde zorgvuldigheidsplicht 
met zich mee brengt. 
 
In hoofdstuk 2.4.2 is opgemerkt dat de grenzen tussen werk en privé vervagen. Het vervagen van de 
grens wordt bevorderd door het feit dat veel werkgevers bij zakelijk gebruik, het gebruik van 
Facebook en Twitter stimuleren voor naamsbekendheid. In dat geval rust mijns inziens op de 
werkgever een zorgplicht om de grenzen van wat al dan niet toelaatbaar is, helder en duidelijk aan te 
geven. De werkgever mag tijdens werktijd de werknemer niet zomaar verbieden om gebruik te maken 
van Facebook en/of  Twitter. Dit mag alleen als er sprake is van communicatiefaciliteiten met een 
                                                 
249 Lacevic & Zondag 2004, p. 91. 
250 Terstegge 2002, p. 22. 
251 <http://www.cbpweb.nl/downloads_pb/CBP-do-s-dont-s-werkgevers-privacyrechten-werknemers.pdf>. 
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specifieke doelstelling en in zo’n situatie andere communicatiemiddelen ter beschikking worden 
gesteld.252 Wel is het bij zakelijk gebruik toegestaan dat een werkgever door middel van zijn 
computersystemen, bepaalde soorten gebruik onmogelijk maakt door de toegang tot bepaalde websites 
te blokkeren.253 
 
Het is tot op heden nog niet ondubbelzinnig bepaald of een bericht op Facebook of Twitter al dan niet 
privé is. In het algemeen kan uit de gepubliceerde rechtspraak worden geconcludeerd dat rechters van 
oordeel zijn dat wie zich op het gebied van social media begeeft, zich daarmee in meer of mindere 
mate in het publieke internet domein begeeft, waarin iedereen, dus ook de werkgever, vrijwel alles van 
iedereen kan zien. In de meeste gevallen hoeft er daarom geen gerechtvaardigd belang voor de 
werkgever te zijn om te monitoren. 
 
6.6   Europese ontwikkelingen 
In januari 2012 presenteerde de Europese Commissie een nieuw wettelijk kader254 dat de huidige 
privacyrichtlijn 95/46/EG moet gaan vervangen. Het Voorstel kent een aantal opvallende 
vernieuwingen ten aanzien van de thans geldende richtlijn.255 Twee hiervan zijn in het kader van dit 
onderzoek van belang, te weten de boetebevoegdheid voor toezichthouders en het recht vergeten te 
worden. Ten eerste zijn op grond van artikel 79 van het Voorstel de boetes gedifferentieerd in 
geldsommen voor overheidsinstanties en percentages voor ondernemingen. Hierin zijn drie 
categorieën van boetes bepaald, te weten € 250.000,- of 0,5% van de omzet voor de lichtere 
vergrijpen, € 500.000,- of 1% voor de middencategorie en € 1.000.000,- of 2% voor de zwaarste 
categorie. Ten tweede is in artikel 17 van het Voorstel het “recht om vergeten te worden” bepaald. Op 
grond van dit recht kan de betrokkene aan de verantwoordelijke vragen om zijn gegevens te wissen.  
 
Het Hof van Justitie 256 heeft in dit kader vorig jaar een baanbrekende uitspraak gedaan. In onderhavig 
geval stond in de Spaanse krant La Vanguardia van 19 januari en 9 maart 1998 gepubliceerd dat de 
panden van Costeja González, een Spaanse burger, per opbod zouden worden verkocht, vanwege 
terugvordering van zijn sociale zekerheidsschulden. Het leek erop dat het archief van deze krant 
volledig op internet was geplaatst, omdat Costeja González ontdekte dat wie zijn naam intypte op 
Google, al snel bij deze oude krantenartikelen terechtkwam. Costeja González diende daarop bij de 
Spaanse toezichthouder een verzoek in om zowel de krant als Google te gelasten deze gegevens te 
                                                 
252 Terstegge 2002, p. 32 (te denken valt hierbij aan bepaalde communicatie-apparatuur bij de AIVD). 
253 Terstegge 2002, p. 32. 
254 Nu de LIBE Commissie de nieuwe Algemene Verordening Gegevensbescherming (AVG) heeft goedgekeurd, is het nu 
     de beurt aan de Raad van Ministers. 
255 De Laat & de Vries 2012, p. 19; van der Sloot 2012, p. 250. 
256 HvJ EG 13 mei 2014, C-131/12 (Google vs. AEPD). 
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verwijderen. De Spaanse toezichthouder, wees dit verzoek ten aanzien van de krant af en ten aanzien 
van Google toe. Google ging daarop in beroep bij de Spaanse rechter, die vervolgens prejudiciële 
vragen stelde aan het Hof van Justitie. Het Hof woog bij de bepaling van de omvang van de 
verantwoordelijkheid van Google, de grondrechtelijke rechten van de betrokkene bij verwijdering van 
zoekresultaten die betrekking hebben op gegevens die niet of niet langer verwerkt mogen worden, 
zwaarder dan het economisch belang van Google. De rechten van de betrokkene op correctie, 
uitwissing en afscherming van gegevens worden mijns inziens hierbij ruim uitgelegd.  
Het Hof oordeelde dat Google gegevens verwerkt in de zin van de Europese privacyrichtlijn 95/46/EG. 
Bovendien is de exploitant van de dienst, in dit geval Google verantwoordelijk voor de verwerking 
van persoonsgegevens. Reden hiervan is dat de zoekmachine van Google moet worden aangemerkt als 
een verwerking van persoonsgegevens. Uit deze uitspraak blijkt dat het recht om persoonlijke 
gegevens te laten wissen niet absoluut en persoonlijk begrensd is. Het verzoek tot verwijdering moet 
per geval worden beoordeeld. Het recht om persoonlijke gegevens te laten wissen is slechts van 
toepassing, in het geval waar persoonlijke data-opslag niet langer noodzakelijk of irrelevant is voor de 
oorspronkelijke verwerkingsdoeleinden waarvoor de gegevens destijds zijn verwerkt. Mijns inziens is 
door deze uitspraak het recht op privacy beter gewaarborgd; dit in tegenstelling tot het recht op 
vrijheid van meningsuiting. Dit wordt steeds meer beperkt. Op dit aspect zal in dit onderzoek niet 
verder worden ingegaan. 
 
6.7 Samenvatting 
De lijn die uit de jurisprudentie is te herleiden, is dat beantwoording van de vraag in hoeverre de 
werknemer recht heeft op privacy bij Facebook- en Twittergebruik, casuïstisch dient te worden 
benaderd. Wel heeft het EHRM in het Copland-arrest de huidige privétisering van de werkplek 
duidelijk erkend. Dit houdt in dat een bepaalde mate van Facebook-  of Twittergebruik tijdens werktijd 
niet verboden kan worden. Hierdoor is het grijze gebied in de scheiding tussen werk en privé 
toegenomen. Bij veelvuldig en structureel onder werktijd bezoeken van websites die niet werk 
gerelateerd zijn, in combinatie met een social mediacode, heeft de werkgever al snel een 
controlebevoegdheid. Bovendien is een werknemer op grond van zijn arbeidsovereenkomst verplicht 
zowel tijdens werk- als privétijd te handelen als een “goed werknemer”. Zo moet de werknemer zich 
tijdens privétijd bij social mediagebruik, ook al staat hij niet onder het gezag van zijn werkgever, aan 
een aantal regels houden. Een werkgever kan namelijk uitingen van een werknemer monitoren die 
werkgerelateerd zijn en het bedrijf schade kunnen toebrengen.  
De Wbp eist dat het doel van de controle zowel tijdens werk- als privétijd kenbaar zijn gemaakt. Ook 
dient er op grond van jurisprudentie een gerechtvaardigd belang te zijn, waarbij het proportionaliteits- 
en subsidiariteitsbeginsel in acht dienen te worden genomen. Steeds zal er een belangenafweging 




7            SAMENVATTING EN CONCLUSIE 
 
De doelstelling van het onderzoek is om in kaart te brengen wat al dan niet toelaatbaar is bij 
Facebook- en Twittergebruik door de werknemer in de verhouding tot de werkgever. De 
instructiebevoegdheid van de werkgever, het recht op vrijheid van meningsuiting en het recht op 
privacy van de werknemer staan hierbij centraal. Hiertoe is een antwoord gezocht op de volgende 
vraag: 
 
Biedt de Nederlandse wet- en regelgeving voor de werkgever juridische mogelijkheden om de 
werknemer te instrueren en te controleren op het gebruik van de social media platforms Facebook en 
Twitter, terwijl het recht op vrijheid van meningsuiting en het recht op privacy van de werknemer toch 
zijn gewaarborgd?  
 
In deze scriptie is naar voren gekomen dat social mediagebruik tijdens de dienstbetrekking niet meer is 
weg te denken. Dit geldt ook voor Facebook en Twitter. Vrijwel iedereen, zowel werkgevers als 
werknemers, profileren zichzelf op één of meer social media platforms. Door de komst van social 
media zijn gebruikers niet langer alleen consumenten, maar dragen ze ook bij aan het voortbrengen 
van nieuws en informatie. Het gevolg hiervan is dat de gebruiker van social media een positie heeft 
gekregen die veel dynamischer is dan bij massacommunicatie. Alles bij elkaar genomen brengt dit de 
nodige juridische problemen met zich mee. 
 
Er zijn twee belangrijke grondrechten die de werknemer kunnen beschermen als hij een uiting doet op 
Facebook en Twitter, namelijk het recht op vrijheid van meningsuiting en het recht op privacy. Deze 
rechten zijn onder andere opgenomen in de Europese Privacyrichtlijn en het EVRM. Daarnaast zijn 
deze respectievelijk vastgelegd in de artikelen 7 en 10 van de Grondwet. Grondrechten zijn 
oorspronkelijk bedoeld om de burger te beschermen tegen inmenging van de overheid (de verticale 
verhouding). In toenemende mate komen ze ook in horizontale relaties voor. Ondanks dat het erop 
lijkt dat er in een technologische samenleving meer behoefte is aan een rechtstreekse doorwerking van 
grondrechten in een horizontale relatie, is de regering toch van mening dat dit door de rechter moet 
worden bepaald. Wat betreft het recht op privacy biedt artikel 10 Gw niet expliciet een normstelling 
die relevant is voor onderhavig onderzoek. De Wbp, die is voortgekomen uit de Europese 
Privacyrichtlijn, biedt deze normstelling wel. Op grond van de Wbp heeft de werkgever namelijk een 
gerechtvaardigd belang nodig om persoonsgegevens te mogen verwerken of moet er ondubbelzinnige 
toestemming van de werknemer zijn gevraagd. De werkgever is verplicht de Wbp na te leven. Het Cbp 
ziet toe op deze naleving. Het oordeel van het Cbp is echter niet bindend; partijen kunnen altijd nog 
naar de rechter stappen. Uit de rechtspraak van de afgelopen jaren blijkt dat privacywetgeving 
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regelmatig ondeugdelijk wordt getoetst door rechters. Expliciete toetsing aan de bepalingen van de 
Wbp vindt slechts zelden plaats. Dit probleem kan mijns inziens worden opgelost door in de Grondwet 
het recht op bescherming van persoonsgegevens ondubbelzinnig op te nemen. Hierdoor wordt de Wbp 
overbodig.  
 
De werkgever heeft de mogelijkheid om, op grond van de artikelen 7:610, 7:611 en 7:660 BW, 
toezicht en controle uit te oefenen op het gedrag van de werknemer. Onder deze bevoegdheid vallen 
ook instructies wat het gebruik van Facebook en Twitter betreft. Deze instructies zouden zich ook 
buiten de werkplek mogen uitstrekken, indien uitingen verband houden met het werk. De bevoegdheid 
van de werkgever om instructies te geven is in de loop van de jaren een verplichting geworden. Deze 
instructiebevoegdheid van de werkgever is echter niet onbegrensd. De werknemer heeft namelijk ook 
het recht op vrijheid van meningsuiting en het recht op privacy, die door de werkgever moeten worden 
gerespecteerd.  
 
Uit de rechtspraak blijkt dat, wanneer de werkgever de arbeidsovereenkomst wil ontbinden op grond 
van de uitingen van de werknemer, de werknemer zich niet altijd kan beroepen op het recht van 
vrijheid van meningsuiting. Wat geoorloofd is volgens het grondrecht vrijheid van meningsuiting, kan 
resulteren in wanprestatie in privaatrechtelijke zin. Het recht op vrijheid van meningsuiting van 
werknemers is namelijk begrensd door het goed werknemerschap en de beginselen van 
zorgvuldigheid. Goed werknemerschap en redelijkheid en billijkheid zijn open normen. Deze open 
normen worden ingevuld aan de hand van algemeen erkende rechtsbeginselen en in Nederland levende 
rechtsovertuigingen.  
 
Uit de rechtspraak blijkt namelijk, dat de rechter in arbeidsrechtelijke disputen meestal indirect toetst 
aan de grondrechten. Dit betekent dat de werkgever de grondrechten van de werknemer indirect op 
grond van de open norm van artikel 7:611 BW tot op zekere hoogte en onder bepaalde voorwaarden 
mag inperken. De rechtspositie van de werkgever wordt daarbij versterkt, als hij in bijvoorbeeld een 
social mediacode, duidelijk vastlegt wat hij al dan niet toelaatbaar acht en wat daarbij de sancties zijn.  
 
Uit jurisprudentie blijkt dat de werkgever die zorg heeft gedragen voor helderheid over hetgeen hij van 
de werknemer verwacht bij externe communicatie over de onderneming, sneller gehoor vindt voor de 
bescherming van zijn bedrijfsbelangen dan de werkgever die daarmee in gebreke is gebleven. Mijns 
inziens kan de werkgever niet meer zonder gebruikmaking van een sociale mediacode. Hij kan er 
namelijk niet omheen dat er massaal gebruik wordt gemaakt van Facebook en Twitter.  
 
Ook kunnen uitoefening van grondrechten ondergeschikt worden aan grenzen die voortvloeien uit de 
dienstbetrekking. De rechter dient het recht op vrijheid van meningsuiting en het recht op privacy, 
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behalve bij toepassing van het geheimhoudingsbeding, bij het vormen van zijn oordeel in de 
belangenafweging als algemeen rechtsbeginsel mee te nemen. De instructiebevoegdheid van de 
werkgever kan daarom botsen met de rechten van de werknemer.  
 
Door de komst en het gebruik van Facebook en Twitter zijn de spelregels in het arbeidsrecht niet 
veranderd. Dit betekent net als in de offlinewereld dat de werkgever tijdens werk- en privétijd, grove 
beledigende- en discriminerende opmerkingen, geplaatst op de werk- of privécomputer niet hoeft te 
tolereren. Dit geldt ook voor ontoelaatbare kritiek op de bedrijfsvoering of schending van het 
geheimhoudingsbeding via Facebook of Twitter. In de praktijk blijkt echter dat rechters wel degelijk 
oog hebben voor het bijzondere karakter van Facebook en Twitter. Deze worden namelijk 
meegenomen in de inkleuring van de arbeidsrechtelijke regels. Het lijkt er namelijk op dat de 
rechtspraak striktere eisen stelt aan werknemers ten aanzien van de wijze waarop zij zich op Facebook 
en Twitter uiten evenals met wie zij contacten onderhouden. Ook houdt de rechter in zijn oordeel 
rekening met de mogelijkheid van de snelle verspreiding van deze uitingen.  
Indien een werknemer zich negatief of onjuist uitlaat over zijn werkgever of collegae op Facebook of 
Twitter, kan dit imagoschade en ontslag tot gevolg hebben.  
 
Veel werknemers verkeren echter in de veronderstelling dat uitingen gedaan via Facebook en Twitter 
nog tot privé-uitingen worden gerekend. Dit geldt met name in een afgeschermd profiel. Uit de 
rechtspraak valt echter op te maken dat gedrag op Facebook en Twitter niet helemaal privé hoeft te 
zijn. De werknemer moet dan ook op zijn hoede zijn met uitingen die hij via Facebook en Twitter 
doet. Hierbij wordt ook gekeken naar de aard van het medium en de functie van de werknemer. Uit 
jurisprudentie blijkt, dat in dit kader alle omstandigheden van het geval in aanmerking moeten worden 
genomen. Wanneer de werknemer bijvoorbeeld een collega op Twitter in een kwaad daglicht stelt, dan 
wordt dit in beginsel met iedereen gedeeld. Hetzelfde geldt voor het uit de doeken doen van 
bedrijfsgeheimen op Facebook. Het effect op de bedrijfsvoering kan groot zijn aangezien het bereik 
van Facebook en Twitter gigantisch is. Ook om die reden doet de werkgever er verstandig aan het 
social media gebruik binnen de dienstbetrekking te reguleren. Mijns inziens is dit een betere oplossing 
dan het uitvoeren van controles. De vertrouwensband die een werkgever en werknemer hebben, is 
immers het uitgangspunt van een gezonde arbeidsrelatie. 
 
De werkgever heeft al snel een controlebevoegdheid, wanneer de werknemer veelvuldig en structureel 
onder werktijd websites bezoekt, die niet werkgerelateerd zijn. Hierbij eist de Wbp wel, dat het doel 
van de controle zowel tijdens werk- als privétijd tijdig kenbaar zijn gemaakt in bijvoorbeeld een social 
mediacode. Ook dient er op grond van jurisprudentie een gerechtvaardigd belang te zijn, waarbij het 
proportionaliteits- en subsidiariteitsbeginsel in acht dienen te worden genomen. Steeds zal er een 
belangenafweging dienen plaats te vinden tussen het privébelang van de werknemer en het 
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bedrijfsbelang van de werkgever. Hierbij heeft de werkgever binnen zekere grenzen te aanvaarden dat 
onder werktijd privécontacten via Facebook en Twitter mogen worden onderhouden. Daarvan dient hij 
de privacy te waarborgen. Het is ook denkbaar dat het doen van onwelgevallige (privé) uitingen door 
een werknemer, vanaf een profiel waarop ook de naam van de werkgever is genoemd tot imagoschade 
lijdt voor de werkgever. Het is echter tot op heden nog niet dubbelzinnig bepaald of een bericht op een 
afgeschermd Facebook of Twitterprofiel al dan niet privé is. Uit de bestaande jurisprudentie wordt dan 
ook duidelijk dat het van belang is voor werkgevers om het gebruik van Facebook en Twitter onder 
werktijd te onderkennen, te herkennen en eventueel te sturen. Schade is nu eenmaal sneller aangericht 
dan hersteld. Overigens pleit de Werkgroep 29 ervoor dat de provider de werknemer hier ook op wijst. 
 
Nu uit jurisprudentie valt af te leiden dat zowel Facebook als Twitter min of meer publiekelijk 
toegankelijk zijn, kan de werkgever op een betrekkelijk eenvoudige wijze toegang krijgen tot 
informatie die de werknemer hierop plaatst. Dit in tegenstelling tot bijvoorbeeld het doorzoeken van 
een e-mailaccount, waarbij de werkgever een dringende reden nodig heeft. Jurisprudentie wat betreft 
e-mailgebruik is dan ook niet één op één toepasbaar op Facebook- en Twittergebruik. Facebook en 
Twitter kunnen door het min of meer publieke karakter hiervan de belangen van de werkgever eerder 
raken als in de off-linewereld. Gezien de laagdrempeligheid en het veelvuldige gebruik van social 
media, kan worden geconstateerd dat met de mogelijkheden van social media een vervaging tussen 
privé en werk is ontstaan. Hierdoor worden ook de grenzen van de grondrechten eerder geraakt dan 
voorheen. Om dit te ondervangen heeft, indien mogelijk, een technische blokkade of contentfiltering 
voorkeur in plaats van controle achteraf. Hierdoor kan een ongelegitimeerde inbreuk op een 
grondrecht eerder worden voorkomen.  
 
Wat Facebook en Twitter betreft, is in de meeste gevallen vonnis gewezen door een kantonrechter. 
Hierdoor is in zijn algemeenheid onduidelijk hoe groot de precedentwerking precies is. Engelfriet zegt 
dat kantonrechters bij ontslagzaken meer precedentwerking hebben dan in andere zaken, omdat zelden 
hoger beroep wordt ingesteld. Daardoor buigen hogere rechters zich niet vaak over ontslagzaken. Wel 
dient hierbij de kanttekening te worden geplaatst dat, indien in een procedure gerefereerd wordt aan 
een uitspraak van de Hoge Raad, dit doorgaans meer gewicht in de schaal legt dan een uitspraak van 
een kantonrechter. Dit komt omdat de Hoge Raad de laatste instantie is die oordeelt over een zaak.  
 
Nu de digitale samenleving zich steeds duidelijker ontwikkelt komen de fundamentele rechten 
waaronder de vrijheid van meningsuiting en privacy, steeds meer onder druk te staan. De artikelen 7 
en 10 van de Grondwet kunnen door de snelle technologische ontwikkelingen hun normerende functie 
niet meer goed vervullen. De werknemer wordt daardoor onvoldoende beschermd in zijn recht op 
vrijheid van meningsuiting en privacy. Daarmee zou de huidige praktijk in strijd kunnen zijn met de 
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eisen die het EHRM stelt aan de kenbaar- en voorspelbaarheid van de regelgeving. De roep om bij een 
grondwetsherziening deze bepalingen techniek-onafhankelijk te formuleren, is hierdoor groot.  
 
Door de toenemende jurisprudentie wat betreft Facebook- en Twittergebruik valt steeds meer op te 
maken wat al dan niet is toegestaan. Alles in beschouwing genomen, kan in zijn algemeenheid worden 
geconcludeerd dat voor de werkgever de grens van het instructie- en controlerecht ligt bij uitingen 
gedaan op een besloten profiel van Facebook en Twitter waartoe geen willekeurige derden toegang 
hebben. Hierbij dient als opmerking te worden geplaatst, voor het geval Facebook en Twitter door de 
werkgever worden gestimuleerd, de kans bestaat dat de grenzen tussen werk en privé in toenemende 
mate zullen vervagen. In dit verband heeft de werkgever een (extra) zorgplicht, om de kaders 
waarbinnen het gebruik van social media door de werknemer toelaatbaar wordt geacht, helder en 
duidelijk aan te geven.257 Voor de werknemer kan globaal gesteld worden dat de grens van hetgeen 
toegestaan is afgebakend wordt door uitingen van de werknemer gedaan in het openbaar domein van 
Facebook en Twitter die schade kunnen berokkenen aan de werkgever. Nadere rechtspraak zal moeten 
uitwijzen waar precies de grenzen liggen. 
 
In het kort komt het erop neer dat door de technologische ontwikkelingen, waaronder Facebook en 
Twittergebruik, de toezichts- en controlerechten van de werkgever zijn toegenomen. Dit heeft tot 
gevolg dat een werknemer zowel tijdens werk- als privétijd, op zowel de werk- als privécomputer en 
op een publiek domein zorgvuldig dient te zijn met het plaatsen van uitingen die werkgerelateerd zijn 
op social media platforms. Negatieve uitingen kunnen gesanctioneerd worden door werkgevers zonder 
dat een beroep van de werknemer op de vrijheid van meningsuiting of het recht op privacy daaraan in 
de weg staat. Ofschoon deze grondrechten wel terdege doorwerken in de dienstbetrekking door middel 
van artikel 7:611 BW, maakt dit artikel ook dat de werknemer zich te gedragen heeft als een goed 
werknemer en dat de rechten van een werknemer beperkt kunnen worden. De belangenafweging die 
plaats vindt als een (negatieve) uiting op social media beoordeeld moet worden, zal dan ook vaak, als 
er meerdere omstandigheden zijn en er een social mediacode is opgesteld, ten gunste van de 
werkgever uitvallen. Hierdoor kan geconcludeerd worden dat de Nederlandse wet- en regelgeving 
voor de werkgever juridische mogelijkheden biedt om de werknemer te instrueren en te controleren op 
het gebruik van de social media platforms Facebook en Twitter. Zolang de artikelen 7 en 10 van de 
Grondwet ten gevolge van deze technologische ontwikkelingen, niet techniek-neutraal worden 
geformuleerd, zijn het recht op vrijheid van meningsuiting en het recht op privacy hierbij onvoldoende 
gewaarborgd.  
                                                 
257 Om onjuist gebruik te voorkomen is het raadzaam vast te leggen of een werknemer uit naam van de 
     onderneming gebruik mag maken van Facebook en/of Twitter of alleen op persoonlijke titel (zie par. 8.1.1). 
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8  AANBEVELINGEN VOOR WERKGEVERS 
 
Naar aanleiding van de eindconclusie die uit dit onderzoek is getrokken, worden hierna een aantal 
beargumenteerde aanbevelingen vermeld, die de werkgever ten dienste kunnen staan om een 
arbeidsconflict te ondervangen. 
 
8.1  Opstellen social mediacode bij gebruik social media 
In paragraaf 2.4.2 is geconstateerd dat er tot op heden nog geen éénduidige visie bestaat over welke 
activiteiten op het gebied van Facebook en Twitter al dan niet tot de privésfeer worden gerekend. 
Daarom  is het zaak dat werkgevers in het kader van zelfregulering, duidelijke en werkbare 
gedragscodes opstellen waarmee de grenzen van het toelaatbare worden aangeduid. Om een dispuut 
tussen werkgever en werknemer te voorkomen wordt hieronder een aantal handvatten aangereikt. 
Aanbevolen wordt om deze ook in een informatiesessie binnen de onderneming onder de aandacht te 
brengen van de werknemer.  
 
8.1.1 Handvatten social mediacode 
 In paragraaf 2.2. is geconstateerd dat een Facebook- en Twitteraccount niet is aan te 
merken als “eigendom”. Voor het geval de werknemer bedrijfsmatig actief wil zijn op 
Facebook en/of Twitter is het wenselijk dat dit gebeurt op een account dat onder beheer 
van het bedrijf staat. De werkgever wordt geacht hierbij op te letten dat een werknemer 
met name op een forum dat door de werkgever zelf in het leven is geroepen, al snel kritiek 
mag uiten op dit medium. Daarom is het raadzaam dat de werknemer naast een zakelijk- 
ook een privé-account heeft. Het is de werkgever aan te raden, geen Facebook en/of 
Twitteraccount beschikbaar te stellen, wanneer gebruik niet is gewenst;  
 In paragraaf 2.4.2  is geconstateerd dat de grens tussen werk en privé steeds meer 
vervaagt. Voor het geval de werknemer op een privé-profiel gegevens van de werkgever 
mag vermelden en eventueel ook informatie over zakelijke klanten en contacten, is het aan 
te bevelen dit te vermelden in de social mediacode. De werkgever dient daarbij vast te 
leggen dat uitingen over werk via Facebook en/of Twitter niet privé zijn;  
 In paragraaf 4.3 is opgemerkt dat er weinig jurisprudentie is wat betreft het begrip “goed 
werknemerschap”. Het is daarom aan te bevelen de gevolgen van plichtsverzuim en goed 
werknemerschap in de social mediacode te benoemen; 
 De werkgever behoort de social mediacode te actualiseren en stelselmatig aan te passen op 
basis van actuele ontwikkelingen en jurisprudentie. Gelet op de snelle technologische 
ontwikkelingen die zijn geconstateerd in paragraaf 5.1, kunnen hierdoor ongewenste 
situaties worden voorkomen; 
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 Om zich te verzekeren van naleving van de social mediacode is het, zoals in paragraaf 5.2 
is beschreven, wenselijk in deze code sancties op te nemen die bij overtreding daarvan 
kunnen worden opgelegd. Deze kunnen oplopen van een waarschuwing naar schorsing tot 
het laatste redmiddel van ontslag op staande voet. Dat maakt ingrijpen op een later 
moment gemakkelijker; 
 Om de social mediacode zowel repressief als preventief in te kunnen zetten, moet zoals in 
paragraaf 5.2 is beschreven, de regelgeving helder zijn. De werkgever dient daarom 
duidelijk en helder te formuleren om gedoogsituaties te voorkomen; 
 In paragraaf 5.2 is geconstateerd, dat ingeval de werkgever de social mediacode niet 
stelselmatig naleeft dit de werkgever al snel wordt verweten. De werkgever moet daarom 
consequent zijn in zijn beslissingen; 
 In paragraaf 5.4 is geconcludeerd dat uitingen van werknemers zorgvuldig en juist dienen 
te zijn geformuleerd. De werkgever kan beledigingen en smaad voorkomen door duidelijk 
aan te geven waar de grens ligt. Hij benoemt hierbij ook dat collegae en hun gedrag niet 
worden bekritiseerd. Voorts maakt hij werknemers bewust van de consequenties bij 
onzorgvuldig gebruik hiervan;258 
 In paragraaf 5.4.2.3 is geconcludeerd dat de positie c.q. functie van de werknemer een rol 
kan spelen bij het vaststellen van het toelaatbare. Daarom wordt aanbevolen dat de 
werkgever hierbij duidelijk aangeeft waar de grens ligt; 
 In paragraaf 5.5 is geconstateerd dat het de werknemer niet is toegestaan om uitingen te 
doen die de reputatie van de werkgever schaden of bedrijfsgeheimen bevatten. De 
werkgever dient daarom voor te schrijven, zoals in paragraaf 5.4 en verder is beschreven, 
dat werknemers alleen op een zekere wijze en bepaalde fora of in zijn geheel niet mogen 
berichten over de onderneming; 
 In paragraaf 5.5 is gesteld dat de werknemer verplicht is zich te onthouden van uitingen 
die schadelijk zijn voor de klanten van de werkgever. Aanbevelenswaardig is dat de 
werkgever daarom benoemt dat er geen negatieve uitingen over klanten worden geplaatst; 
 Zoals in paragraaf 5.5 is beschreven, maakt de werkgever de werknemer bewust van de 
impact van Facebook- en Twittergebruik; juist omdat hierbij werk- en privé zeer snel 
vermengd raken; 
 Uit paragraaf 6.2 is gebleken dat de werkgever bepaalde sites mag blokkeren als hij 
daarbij een redelijk belang heeft. Hierbij is het ook raadzaam dat de werkgever van te 
voren vastlegt dat de werknemer ontoelaatbare software niet zelf mag installeren; 
 Uit hoofdstuk 6.2 is ook naar voren gekomen dat de werkgever binnen redelijke grenzen 
heeft te aanvaarden dat onder werktijd privécontacten worden onderhouden. Om extensief 
                                                 
258 Hof ‘s-Hertogenbosch 4 januari 2011, JAR 2011, 172. 
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privégebruik van social media te voorkomen, is het wenselijk dat de werkgever bij 
privégebruik de beperking van de duur en de frequentie aangeeft; 
 In hoofdstuk 6.2 is aangegeven dat de werkgever tijdens de werkzaamheden van de 
werknemer instructies kan geven over het moment waarop de werknemer social media 
gebruikt. Het is raadzaam dat de werkgever daarom afspraken maakt over de wijze van 
zakelijk gebruik van Facebook en/of Twitter; 
 Naar aanleiding van paragraaf 5.5 wordt aanbevolen dat de werkgever zich onthoudt of in 
ieder geval een grote mate van terughoudendheid in acht neemt voor het geval een 
werknemer gegevens heeft geplaatst op een besloten profiel. Daar waar geen duidelijke 
grens kan worden gegeven, kan men ook een overlegstructuur inbouwen, waarbij de 
werknemer in specifieke situaties gebruik van social media dient af te stemmen met een 
daarvoor aangewezen persoon binnen het bedrijf; 
 In paragraaf 6.5 is geconcludeerd dat werkgevers het gebruik van Facebook en/of Twitter 
vaak stimuleren. Om onjuist gebruik hiervan te voorkomen, is het raadzaam dat de 
werkgever vastlegt of een werknemer uit naam van de onderneming gebruik mag maken 
van Facebook en/of Twitter of alleen op persoonlijke titel. Daarnaast is het aan te raden, 
dat hij de werknemer verbiedt om ongepaste software zelf te installeren. Ook dient hij te 
benadrukken dat werknemers (eventueel) volledig zelf verantwoordelijk zijn voor status-
updates die ze zelf plaatsen; 
 Wanneer de werkgever bepaald gebruik van Facebook en/of Twitter wil verbieden, dan is 
het zoals in paragraaf 6.5 is beschreven aan te bevelen dit zoveel mogelijk door middel 
van een technische blokkade te laten plaatsvinden. Het te streng blokkeren is niet aan te 
raden. Een strenge blokkade is wel wenselijk bij controle op het uitlekken van 
bedrijfsgeheimen via Facebook en/of Twitter. Uit paragraaf 5.3.1.1 blijkt namelijk dat een 
geheimhoudingsbeding niet altijd een garantie biedt, als bedrijfsgeheimen worden 
prijsgegeven. 
 
8.2  Aanpassen arbeidsovereenkomsten op Facebook- en/of Twittergebruik  
Zoals in paragraaf 4.2 is beschreven blijkt uit jurisprudentie, dat wanneer de werkgever geen beleid 
heeft opgesteld over bepaald ongewenst gebruik van social media, er grote kans bestaat dat dit de 
werknemer niet wordt verweten. De werkgever dient daarom in een nieuwe arbeidsovereenkomst een 
bepaling op te nemen over social mediagebruik, waaronder Facebook- en/of Twittergebruik. In 
paragraaf 5.3.1 is geconstateerd dat de werkgever er ook verstandig aan doet om in de 
arbeidsovereenkomst een geheimhoudingsbeding met boeteclausule op te nemen. Wenselijk is dat de 
werkgever de formulering van het geheimhoudingsbeding afstemt op het gebruik van social media 
waaronder Facebook en Twitter. 
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Zoals in paragraaf 5.2.1 al is aangegeven moet de werkgever, wanneer hij regels wil stellen die 
betrekking hebben op het controleren van het gebruik van Facebook en/of Twitter, deze onderdeel 
laten uitmaken van de arbeidsovereenkomst. Reden hiervan is dat deze regels verder gaan dan de 
instructiebevoegdheid op grond van artikel 7:660 BW toelaat. Dit kunnen onder andere regels over de 
doeleinden, frequentie, omstandigheden en opslag van gegevens betreffen. Als de werkgever besluit 
over te gaan tot het stellen van regels aangaande (geautomatiseerde)259 controle, dan is bovendien de 
instemming van de ondernemingsraad - indien aanwezig- vereist. Voor het geval de 
controlebevoegdheid van de werkgever niet in de arbeidsovereenkomst is opgenomen, dient de 
werkgever hiervoor uitdrukkelijk instemming te hebben van de werknemer. 
 
8.3  Anticiperen op gevolgen wijzigingen Verordening Gegevensbescherming 
In paragraaf 6.6 is geconstateerd dat de Europese Unie de privacy van burgers beter wil beschermen 
via een nieuwe AVG. Dit zal een grote invloed hebben op organisaties die persoonsgegevens 
verwerken. Het is raadzaam dat werkgevers al in een vroeg stadium overwegen hoe ze het 
privacybeleid gaan inrichten, evenals de verwerking en bescherming van de verwerking van 
persoonsgegevens. Aanbevolen wordt hierbij Privacy by Design toe te passen, zoals ook is benadrukt 
in het wetsvoorstel. Door al bij het ontwikkelen van systemen privacy en bescherming van 
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