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Abstrakt 
Obsahem této práce je analýza a vysvětlení pojmu datové schránky v e-governmentu 
České republiky. Práce se bude zabývat postupem implementace a používání datových 
schránek v orgánech státní správy a samosprávy, konkrétně jejich používání na 
Městském úřadě v Chrudimi. Výsledkem práce budou možné návrhy a doporučení na 
zefektivnění využívání datových schránek na Městském úřadě Chrudim. 
 
Abstract 
The content of this work is the analysis and explanation of the data box in the e-
government of the Czech Republic. The thesis will be dealt  with the processing of 
implementation and using of data boxes in the state and local governments, specifically 
their using at the Municipal office in Chrudim. The result of the work will be 
suggestions and recommendations for more effective using of data boxes at the 
Municipal Office of Chrudim. 
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Úvod 
Počítačový věk, tak se dá bezpochyby 21. století nazvat. Zejména s rozvojem 
a  rozšířením internetu do většiny domácností, firem i veřejné správy, získává pojem 
komunikace zcela nový rozměr. Ten, kdo není takříkajíc online, jakoby v moderním 
světě vůbec neexistoval. Všechny informace, které si v rámci elektronické komunikace 
vyměňujeme, jsou díky složitým algoritmům a jiným počítačovým operacím rozloženy 
do jedniček a nul, poslány přes půl Světa a následně opět složeny do původní podoby. 
Všechno v rámci několika vteřin či minut. 
Nyní můžeme prostřednictvím internetu komunikovat s přáteli či obchodními partnery 
s bezprostřední reakcí, pracovat, nakupovat, sledovat televizi a mnoho dalšího. Dalo by 
se s nadsázkou říci, že všechno, co dnes potřebujeme k životu, je počítač s připojením 
na internet.  
Paradoxem zůstává, že jakkoli je náš život ulehčen technikou, žijeme stále uspěchaněji 
a máme čím dál méně volného času. S tím souvisí i neochota či nechuť dnešního 
člověka cokoli řešit tzv. „po staru“. Proč psát dopis ručně, na drahý papír, vkládat ho do 
drahé obálky, opatřit ho drahou poštovní známkou a následně čelit tomu, že 
zamýšlenému adresátovi vůbec nemusí dojít. Samozřejmě, že se radši přikloníme ke 
komunikaci elektronickou formou. V určitých případech však listinnou formu 
komunikace musíme akceptovat. 
Jedná se zejména o komunikaci fyzických či právnických osob s orgány veřejné moci. 
Chceme-li komunikovat s úřady, soudy a ministerstvy, musíme osobně navštívit daný 
subjekt, nebo můžeme podat zásilku poštou v listinné, nebo elektronické formě 
opatřenou zaručeným elektronickým podpisem. Tato, pro mnoho lidí nepříjemná 
povinnost, však s rozvojem e-governmentu v České republice, a zejména díky 
informačnímu systému datových schránek pomalu končí. 
V červenci roku 2009 totiž nabyl platnost zákon o elektronických úkonech a 
autorizované konverzi dokumentů a tím se otevřela cesta k používání datových 
schránek. Tento přelom ve veřejné zprávě do značné míry usnadní komunikaci mezi 
obyvateli a orgány veřejné moci.         
12 
 
Cíl práce 
Cílem mé práce je analyzovat a zhodnotit používání datových schránek na Městském 
úřadu v Chrudimi. V teoretické části práce se budu zabývat jak e-governmentem 
v České republice, tak i konkrétně informačním systémem datových schránek od jeho 
vzniku, přes postup implementace do veřejné správy až po právní úpravu datových 
schránek v legislativě České republiky. V analytické části popíši organizační strukturu 
Městského úřadu Chrudim, jeho hlavní náplň činnosti, provedu analýzu informačního 
systému a využívání komunikace prostřednictvím datových schránek v této instituci. Na 
závěr budu, na základě provedené SWOT analýzy, formulovat návrhy na optimalizaci 
využívání datových schránek na Městském úřadu Chrudim. 
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1 Teoretická východiska 
V této části práce jsou popsána teoretická východiska, na základě kterých je zpracována 
analytická a praktická část práce. 
1.1 E-Government v České republice 
Pojem e-government se dá definovat jako možnost komunikace s institucemi státní a 
veřejné správy v elektronické podobě spolu se všemi procesy s tím souvisejícími. 
Zejména se jedná o tvorbu příslušné legislativy a přechod úřadů na elektronickou verzi 
vedení agendy (1). 
Existuje však i řada jiných definic vysvětlujících pojem e-government jako např.: 
· „efektivní a výkonné veřejné služby a informační a komunikační technologie 
umožňující občanům plně se podílet na životě společensky a kulturně tvůrčích 
komunit včetně demokratického procesu“ (EU); 
· „proces transformace vnitřních a vnějších vztahů veřejné správy pomocí 
informačních a komunikačních technologií s cílem optimalizovat interní procesy. 
Jejím posláním pak je rychlejší, spolehlivější a levnější poskytování služeb 
veřejné správy nejširší veřejnosti a zajištění větší otevřenosti veřejné správy ve 
vztahu k jejím uživatelům“ (bývalé Ministerstvo informatiky ČR); 
· „použití elektronických komunikací, zejména pak internetu, jako nástroje pro 
dosažení lepší správy“ (OECD) 
· „název postupu modernizace veřejné správy s využitím nových možností 
informačních a komunikačních technologií. Technika veřejné správy s využitím 
nástrojů ICT. Používají se pojmy jako elektronizace nebo informatizace veřejné 
správy“ (MV ČR) (14). 
 
Budování e-governmentu v České republice začalo po roce 1990 a to díky dvěma 
vzájemně souvisejícím okolnostem: změněné politické poměry umožnily realizaci 
těchto forem úřadování a zároveň začalo masové zavádění moderní výpočetní techniky, 
která byla do této doby dostupná jen úzkému okruhu osob (10). 
14 
 
Na počátku tohoto procesu samozřejmě chyběly znalosti a informace, takže se mnohdy 
spíše improvizovalo a uplatňovala se cesta pokusů a omylů. První informační systém se 
pokoušel zavést magistrát města Brna již v roce 1990, ale pro technické potíže se od 
projektu upustilo. Funkční páteřní systém umožňující propojení magistrátu 
s úřadovnami jednotlivých městských částí začal vznikat až po roce 19951. V roce 1999 
přišel významnější průlom, a to když vláda schválila dokument Státní informační 
politika – cesta k informační společnosti, k jehož realizaci byl vypracován tzv. Akční 
plán a na něj navazující dokument Koncepce budování informačních systémů veřejné 
zprávy. Hlavním cílem státní informační politiky bylo vytvoření veřejně přístupné 
služby přes příslušné komunikační rozhraní (předpokládalo se využití internetu) za 
účelem rozvoje oboustranné komunikace mezi veřejnou správou a občany. V roce 2002 
vzniklo v České republice Ministerstvo informatiky, jakožto ústřední orgán státní 
správy pro informační a komunikační technologie, pro telekomunikace a poštovní 
služby. Nejvýznamnějším produktem tohoto ministerstva bylo spuštění Portálu veřejné 
správy k 6. říjnu 2003. (Viz. Kapitola 1.3) V průběhu dalších let vznikaly vedle 
celostátních informačních systémů i systémy na regionální a místní úrovni. Mezi ně 
patří například Regionální informační systém (RIS) a nadstavbový Integrovaný 
regionální informační systém (IRIS). Na úrovni krajů byl zbudován elektronický portál 
územních samospráv ePusa. Ten poskytuje garantovaná data o obcích jak 
zaměstnancům krajských úřadů, tak i veřejnosti. Na obecní úrovni se dá zmínit projekt 
EVA (elektronicky vlídná administrativa), který je pod záštitou Ministerstva vnitra 
prezentován jako partner Portálu veřejné správy (10). 
Jako jeden ze základních stavebních kamenů e-governmentu v České republice bylo 
přijetí zákona č. 300/2008 Sb., o elektronických úkonech a autorizované konverzi 
dokumentů, ve znění pozdějších předpisů, který nabyl účinnosti dne 1. července 2009 
(14). 
  
                                                 
1
 RACEK, L. Informační systémy v pohybu. Státní správa a samospráva 38/1996. 21 s. 
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1.2 Struktura E-Governmentu – eGon 
E-government je v současné době prezentován Ministerstvem vnitra České republiky 
prostřednictvím symbolu – postavičky eGona, jehož jednotlivé orgány tvoří český e-
government (14). 
 
Obrázek 1: Symbol e-governmentu - eGon2 
 
1.2.1 Prsty eGona – Czech POINT 
 
Obrázek 2: Logo Czech POINTu3 
Český Podací Ověřovací Informační Národní Terminál, tedy Czech POINT je projekt, 
umožňující získat všechny informace o údajích vedených v centrálních registrech na 
jednom místě. Proces získávání těchto informací je zajištěn prostřednictvím tzv. 
                                                 
2
 Zdroj: < http://www.kostelecno.cz/mesto/egon> 
3
 Zdroj: < http://www.czechpoint.cz/web/> 
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vydávání ověřených výstupů z informačních systémů veřejné správy. Mimo to se dá 
Czech POINT využít také jako podací místo správním orgánům (např. k registru 
živnostenského podnikání), je zde možné úředně ověřit dokumenty a listiny, či převést 
písemné dokumenty do elektronické podoby a naopak (11). 
Projekt Czech POINT je upraven v zákoně č. 365/2000 Sb., o informačních systémech 
veřejné správy a o změně některých dalších zákonů, ve znění pozdějších předpisů (dále 
jen ISVS) (11).  
Systém kontaktních míst veřejné správy Czech POINT provozuje Ministerstvo vnitra 
(14). 
Czech POINT poskytuje:  
· Výpis z Katastru nemovitostí 
 
· Výpis z Obchodního rejstříku 
 
· Výpis z Živnostenského rejstříku 
 
· Výpis z Rejstříku trestů 
 
· Přijetí podání podle živnostenského zákona (§ 72) 
 
· Žádost o výpis nebo opis z Rejstříku trestů podle zákona č. 124/2008 Sb 
 
· Výpis z bodového hodnocení řidiče 
 
· Vydání ověřeného výstupu ze Seznamu kvalifikovaných dodavatelů 
 
· Podání do registru účastníků provozu modulu autovraků ISOH 
 
· Výpis z insolvenčního rejstříku 
 
· Datové schránky 
 
· Autorizovaná konverze dokumentů 
 
· Centrální úložiště ověřovacích doložek 
 
· Úschovna systému Czech POINT 
 
· CzechPOINT@office 
17 
 
 
· Czech POINT E-SHOP - výpisy poštou (11). 
 
Pracoviště Czech POINTu jsou v současnosti rozšířeny na zhruba 6 500 místech. Do 
současnosti bylo prostřednictvím Czech POINTu vydáno skoro 4,5 mil. výpisů z ISVS. 
Téměř polovinu těchto výpisů vydala Česká pošta. Nejžádanější je výpis z rejstříku 
trestů (vydáno přes 2 mil. výpisů). Tato situace je zachycena v grafu 1 (11). 
 
Graf 1: Struktura vydaných výpisů dle kategorií4 
Legenda 
KN - Katastr nemovitostí SKD - Systém kvalifikovaných dodavatelů 
OR - Obchodní rejstřík KD-EL - Konverze dokumentů E-L 
ŽR - Živnostenský rejstřík KD-LE - Konverze dokumentů L-E  
RT - Rejstřík trestů DS - Žádost o zřízení datové schránky 
BODY - Centrální registr řidičů Ostatní (Ostatní) 
                                                 
4
 Zdroj: < http://www.czechpoint.cz/web/index.php?q=node/488> 
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1.2.2 Oběhový systém eGona – KIVS 
Zkratka KIVS vyjadřuje jednotnou komunikační strukturu, která je základem fungování 
e-governmentu. Jádrem této struktury je tzv. Centrální místo služeb, které zajišťuje 
vzájemné propojování subjektů státní správy a samosprávy. Dále zajišťuje komunikaci 
subjektů veřejné správy s jinými subjekty prostřednictvím sítí (internet, komunikační 
infrastruktura EU) a také tvoří jediné logické místo propojení jednotlivých operátorů 
telekomunikačních infrastruktur, kteří služby pro KIVS poskytují (např. Telefónica O2, 
GTS Novera, aj.) (14). 
1.2.3 Mozek eGona – základní registry veřejné správy 
Vytvoření centrálních registrů veřejné správy, které by řešily dosavadní potíže 
související s nejednotností, multiplicitou a neaktuálností klíčových databází, je jedním z 
pilířů elektronizace veřejné správy. Proto také registry symbolizují eGONův mozek, bez 
nějž by celé fungování eGovernmentu v České republice bylo málo efektivní (14). 
Stěžejním prvkem v systému základních registrů je tzv. referenční údaj. Tento údaj 
bude přebírán ze systému základních registrů a pro příslušné agendy to bude údaj 
zaručený a platný, bez nutnosti jeho ověřování. Úřady tak nebudou muset vyžadovat 
data od občana, nýbrž jim budou k dispozici právě ze systému základních registrů. Při 
změně některého údaje (jméno, adresa) pak bude stačit jedna změna v registru a ta se 
promítne i v ostatních registrech (15). 
Základní registry jsou čtyři a jsou to: 
· Registr osob 
· Registr obyvatel 
· Registr územní identifikace, adres a nemovitostí 
· Registr práv a povinností 
 
1.2.4 Srdce eGona – eGovernment Act 
Pro realizaci koncepce tzv. Smart Administration pro zjednodušení, zprůhlednění a 
zlevnění výkonu veřejné správy v České republice vznikl zákon o elektronických 
úkonech a autorizované konverzi dokumentů (14). 
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1.3 Portál veřejné zprávy 
V dnešní době si pod pojmem „portál“ můžeme představit v podstatě jakýkoliv 
informační systém, obsahující utříděné a vzájemně propojené informace o subjektech, 
jejich činnostech a výsledcích jejich činností. Portál veřejné správy však obsahuje 
všechny dostupné informace o organizaci, orgánech a činnosti veřejné správy, kontrole 
veřejné správy, právních normách s veřejnou správou související atd. 
Portál veřejné zprávy byl vytvořen a spravován bývalým Ministerstvem informatiky 
v roce 2003, jemuž to povinně stanovil zákon o informačních systémech veřejné správy.  
Tento zákon vymezuje pojem Portál veřejné zprávy jako informační systém vytvořený a 
provozovaný se záměrem usnadnit veřejnosti dálkový přístup k informacím veřejné 
správy, které jsou pro ni potřebné. V roce 2004 získal Portál atest na shodu 
informačního systému veřejné správy se Standardem ISVS pro náležitosti životního 
cyklu informačního systému a byl zahájen jeho ostrý provoz (14). 
Hlavní funkce Portálu veřejné správy 
· Poskytovat fyzickým i právnickým osobám dálkový přístup ke kompletním 
informacím a službám jednotlivých institucí veřejné správy; 
· Zpřístupnit celé veřejné správě znalosti, fakta a záznamy; 
· Zvýšit efektivitu a autoritu veřejné správy; 
· Posílit důvěru občanů ve veřejnou správu; 
· Umožnit státní správě vystupovat jako integrální organizace (14). 
Požadavky na provozování portálu 
· Dostupnost informací a jejich aktualizace; 
· Spolehlivost a odolnost vůči chybám – provoz 24 hodin denně, 365 dní v roce; 
· Výkonnost 
· Uživatelsky přívětivé prostředí 
· Bezpečnost – některé služby vyžadují identifikaci a autentizaci uživatele (14). 
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Struktura Portálu veřejné správy 
· Informační sekce – model životních situací, adresář veřejné správy včetně e-
mailů a elektronických podatelen, platné znění zákonů, legislativa EU, katastr 
nemovitostí apod. 
· Transakční sekce – e-daně, povinná hlášení ČSÚ, agendy zemědělství apod. 
· Interní sekce (v současnosti nefunkční) – interní komunikace veřejné správy, 
monitorovací služby veřejné správy ČR (14). 
Jednotlivé sekce Portálu veřejné správy 
V současné době nabízí Portál veřejné správy několik navzájem propojených systémů. 
· Novinky z veřejné správy a Povinně zveřejňované informace - úvodní 
stránka portálu obsahuje zveřejněné tiskové zprávy z ministerstev a jiných úřadů 
a také povinně zveřejňované informace ze státní správy a samosprávy.  
 
· Adresář - tento modul obsahuje kontakty na orgány státní správy a samosprávy. 
Nabízí široké možnosti vyhledávání od fulltextového až po vyhledávání podle 
druhu úřadu. 
 
· Životní situace - tato sekce je jednou z nejzajímavějších služeb portálu. Na 
jejím zpracování se podílely jednotlivé resorty odpovědné za příslušné části. 
Uživateli je zde k dispozici strom životních událostí, pomocí kterého si najde 
danou záležitost a dozví se, které doklady bude pro vyřízení této záležitosti 
potřebovat, kde, kdy a s kým může situaci řešit, podle kterých právních předpisů 
je potřeba postupovat atd. Na portálu jsou rovněž zprovozněny vzory životních 
situací samosprávy. Tyto vzory jsou propojeny s databází Adresář, Zákony, 
případně Podání a dojde-li k novelizaci právního předpisu, jehož se daná životní 
situace týká, nebo dojde-li k aktualizaci údaje v Adresáři, je v popisu životní 
situace údaj automaticky opraven. 
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· Zákony - zde najde uživatel zcela zdarma informace o platných předpisech ze 
Sbírky zákonů v aktuálním znění. Tyto informace jsou průběžně aktualizovány. 
  
· Podání - v modulu podání je možné nabízet tu agendu veřejné správy, kterou je 
možné vyřídit přímo prostřednictvím portálu s využitím zaručeného 
elektronického podpisu (např. evidenční listy důchodového pojištění, daňové 
přiznání z příjmu fyzických i právnických osob, atd.). 
 
· Katalog informačních zdrojů - zde je zapsán každý informační zdroj veřejné 
správy zpřístupněný prostřednictvím portálu veřejné správy. 
 
· Obchodní věstník - v Obchodním věstníku nalezne uživatel informace o 
změnách v Obchodním rejstříku, o konkurzech, účetních uzávěrkách, veřejných 
soutěžích, svoláních valných hromad a další informace, které musí být dle 
platných zákonů České republiky zveřejněny (14). 
 
1.4 Elektronický podpis 
Stejně jako jdou převést všechny dokumenty do elektronické podoby, tak i vlastnoruční 
podpis se dá převést do elektronické, ovšem digitální formy. Elektronický podpis je 
v principu hodně podobný podpisu vlastnoručnímu. Oba jsou výsledkem procesu, 
vyplývajícího z rozhodnutí podepisující osoby stvrdit vůli a identitu této osoby. Proces 
podepsání vlastní rukou i ověření takového podpisu je však spíše subjektivní záležitost, 
opírající se o obecné a individuální vlastnosti zúčastněných osob. Elektronický podpis 
je naproti tomu od samotného vzniku až po jeho ověření výsledkem technologického 
procesu, nezávislého na vlastnostech zúčastněných. Je výsledkem určité 
charakteristické, avšak objektivní vlastnosti (tajné informace) podepisující osoby. 
Z toho plyne, že se jedná, na rozdíl od vlastnoručního, o podpis proměnný a tím pádem i 
daleko obtížněji vysledovatelný či naučitelný. S procesem podepisování, vlastnoručním 
i elektronickým, souvisí dva pojmy – identifikace a autentizace. Identifikaci lze 
definovat jako zjištění totožnosti (identity) subjektu, zatímco autentizaci jako ověření, 
že subjekt je skutečně tím, za koho se prostřednictvím této identity vydává.  
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Za elektronický podpis se v širším významu považuje i prosté nešifrované uvedení 
identifikačních údajů (jména, rodného čísla atd.) na konci textu v elektronické 
(digitální) podobě, které zaručuje identifikaci podepisující osoby, avšak nikoliv integritu 
podepsaného dokumentu ani autentizaci podepsaného.  
Z tohoto důvodu rozlišuje zákon č. 227/2000 Sb., o elektronickém podpisu5 dva pojmy 
– elektronický podpis a zaručený elektronický podpis. Zaručený elektronický podpis je 
elektronický podpis zaručující prostřednictvím kryptografických metod jak identifikaci, 
autentizaci a integritu podepsaného dokumentu, tak i jeho nepopiratelnost (autor 
nemůže tvrdit, že podepsaný elektronický dokument nevytvořil) (10). 
1.4.1 Digitální podpis 
Dnes se využívá výlučně metoda digitálního podpisu, založená na existenci klíčového 
páru (soukromého a veřejného klíče) patřícímu podepisující osobě, tedy na bázi 
asymetrické kryptografie. 
Digitální podpis je v první řadě číslo a nemá nic společného s pojmy zdigitalizovaný, 
nebo naskenovaný podpis. Toto číslo (digitální podpis) má však specifické vlastnosti, 
které ho od „běžného“ čísla odlišují zejména tím, že to bývá velmi velké číslo (1024 – 
2048 bitů) a jeho výpočet nebo ověření nelze provést ručně, ale pouze s pomocí 
výpočetní techniky (10). 
Šifrovací algoritmy 
1) Symetrické šifrovací algoritmy 
Tato metoda znamená, že jak na straně odesílatele, tak i na straně příjemce, kde se 
zpráva bude dešifrovat, musí být použit stejný klíč. Díky této vlastnosti musí odesílatel 
před začátkem komunikace předat klíč příjemci za pomocí nějakého bezpečného kanálu, 
aby mohlo dojít k následné dešifraci zprávy či informace. Symetrické algoritmy se 
většinou používají k šifrování velkých objemů dat (10). 
 
 
                                                 
5
 Zákon č. 227/2000 Sb., o elektronickém podpisu ve znění pozdějších předpisů. 
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2) Asymetrické šifrovací algoritmy 
V asymetrickém způsobu se využívá dvojice klíčů, které si uživatelé nechali 
vygenerovat v některém z běžně dostupných programů (např. SSL). Tedy z toho 
vyplývá, že bez znalosti prvního klíče nelze zprávu dešifrovat a naopak. Vždy jeden 
z klíčů musí být privátní a druhý veřejný. Privátní klíč je s maximální bezpečnostní 
někde uchován majitelem, zatímco druhý klíč je zveřejněn. Známe-li tedy vlastníka 
veřejného klíče, kterým jsme zprávu dešifrovali, známe odesilatele (10). 
1.4.2 Časové razítko 
Časové razítko spojuje dokument v elektronické podobě s časovým okamžikem jeho 
vzniku a zaručuje, že konkrétní data v elektronické podobě v daný časový okamžik 
existovala. Časové razítko důvěryhodným způsobem „razítkuje“ elektronický dokument 
v konkrétním čase a je vhodným doplňkem elektronického podpisu (5). 
1.4.3 Kvalifikovaný certifikát 
Certifikát je digitální dokument opatřený digitálním podpisem certifikační autority 
obsahující informace o majiteli veřejného klíče a vydavateli certifikátu (certifikační 
autoritě). 
Certifikát, který byl vydán akreditovanou certifikační autoritou podle zákona č. 
227/2000 Sb., o elektronickém podpisu, a který je používán výhradně pro účely 
elektronického podepisování, se nazývá kvalifikovaný certifikát (10).  
1.4.4 Certifikační autorita 
Certifikační autorita je subjekt, který ke své činnosti musí splňovat jednu zásadní 
vlastnost – důvěryhodnost. Certifikační autorita musí být důvěryhodná jak pro uživatele 
certifikačních služeb (podepisující osoby, kterým byl vydán certifikát), tak pro 
uživatele, kteří se spoléhají na podpisy, s nimiž jsou tyto certifikáty spojeny. 
V České republice existují tři akreditovaní poskytovatelé certifikačních služeb: 
· Česká pošta, s.p. (PostSignum) 
· První certifikační autorita, a.s. (I.CA) 
· eIdentity, a.s (10). 
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1.5 Proces elektronického podepisování a ověření pravosti 
Nejprve se vytvoří otisk (tzv. hash) dokumentu, což je poměrně krátký (typicky několik 
stovek bitů) výtah vytvořený specializovaným algoritmem z celého dokumentu. Tento 
hash se poté zašifruje autorovým tajným klíčem, čímž vznikne podpis. Ověření podpisu 
pak spočívá v dešifrování hashe (podpisu) pomocí veřejného klíče autora, nezávislého 
výpočtu hashe z dokumentu a porovnání obou hodnot. Pokud si odpovídají, pak je 
podpis ověřen a dokument je považován za důvěryhodný. Autor nemůže popřít své 
autorství - pokud k jeho tajnému klíči nikdo jiný nemá přístup, pak nikdo jiný nemůže 
zašifrovat hash dokumentu tak, aby po aplikaci autorova veřejného klíče vznikla 
správná hodnota. Pokud by byl dokument po podepsání změněn nebo poškozen, vyšla 
by jiná hodnota hashe, takže elektronický podpis by byl neplatný (4). 
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Obrázek 3: Proces elektronického podepisování6 
 
 
 
                                                 
6
 MATES, P.; SMEJKAL, V. E-GOVERNMENT v českém právu. Praha : Linde Praha, a.s., 2006. 244 s. 
ISBN 80-7201-614-8. 
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1.6 Datové schránky 
Datová schránka je od roku 2009 českým právem definovaná jako „elektronické úložiště 
speciálního typu zřízené podle příslušného zákona, které je určeno k doručování 
elektronických dokumentů od orgánů veřejné moci a k provádění úkonů vůči orgánům 
veřejné moci“ (12); novela zákona doplnila ještě s účinností od 1. ledna 2010 dodávání 
dokumentů fyzických i právnických osob mezi sebou.  
Datová schránka v podstatě funguje na podobném principu jako e-mailová schránka, ale 
systém odesílání a doručování je samostatný, tedy není nijak funkčně propojen 
s klasickým e-mailovým provozem (12). 
Datová zpráva versus e-mail 
Datovou zprávu tvoří „obálka“ obsahující elektronickou značku a časovou značku 
(kvalifikované časové razítko). Tato obálka je soubor formátu XML7, konkrétně 
označený příponou ZFO8. Obsah zprávy je ve formě elektronických příloh. Datové 
zprávě tedy schází část zvaná u běžného e-mailu „tělo zprávy“. Jakmile je do datové 
schránky dodán nový dokument, je uživateli dle nastavení doručeno avízo o přijaté 
zprávě (tzv. doručenka), a to na mobilní telefon za poplatek, nebo na email zdarma. 
Odesílatel v datové zprávě vyznačí, zda je určena do vlastních rukou. Maximální 
velikost datové zprávy je 10 MB. Vyhláška ministerstva vyjmenovává přes dvacet typů 
(formátů) souborů, které je možno prostřednictvím datových schránek zasílat.9 (2). 
Povinné zřízení datové schránky 
Povinnost zřídit si datovou schránku mají ze zákona všechny orgány veřejné moci, 
podnikající fyzické nebo právnické osoby a některé další subjekty. Pro ostatní fyzické a 
právnické osoby je zřízení nepovinné, ale pokud se rozhodnou datovou schránku 
využívat, je jim zřízena bezplatně. Orgány veřejné moci mají povinnost zasílat 
dokumenty subjektům přednostně do datové schránky, a ti mají de facto povinnost si z 
ní dokumenty vyzvedávat (3). 
                                                 
7
 XML - Extensible Markup Language (obecný značkovací jazyk) 
8
 ZFO - formát elektronického formuláře 
9
 Seznam přípustných formátů datových zpráv dodávaných do DS je uveden v Příloze č. 1. 
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1.6.1 Historie datových schránek 
V České republice byly datové schránky v tomto významu zavedeny zákonem č. 
300/2008 Sb., o elektronických úkonech a autorizované konverzi dokumentů, účinného 
od 1. července 2009. Datové schránky podle tohoto zákona je možno zřizovat právě od 
tohoto data. Do 90 dnů ode dne nabytí účinnosti zákona (tedy cca do 30. září 2009), 
musela být datová schránka povinně zřízena subjektům uvedeným v kapitole 1.5. 
Datová schránka je aktivována (zpřístupněna) prvním přihlášením, avšak všechny 
schránky zřízené ze zákona byly i bez přihlášení zpřístupněny od 1. listopadu 2009 (12). 
1.6.2 Popis informačního systému datových schránek 
Informační systém datových schránek (ISDS) je informační systém veřejné správy, 
který eviduje údaje spojené s provozem datových schránek (informace o datových 
schránkách samotných, jejich uživatelích, přístupech do schránky atd.). Správcem 
systému je ministerstvo vnitra, provozovatelem je držitel poštovní licence. 
Povinnosti správce ISDS 
Správce Informačního systému datových schránek 
· zajistí připojení kvalifikovaného časového razítka k odeslané datové zprávě 
· dodá odesílanou datovou zprávu do datové schránky adresáta 
· vyrozumí adresáta o dodání zprávy 
· oznámí odesílateli, že 
o zpráva byla doručena (označena elektronickou značkou) 
o datová schránka příjemce byla zpřístupněna, zrušena, neexistuje 
· o těchto událostech vede bezpečnou evidenci 
Z hlediska bezpečnosti garantuje: 
· dostupnost systému – 99,9% 
· integritu systému a dat – kryptografické komponenty 
· důvěrnost – provozovatel nemá přístup k datům 
· průkaznost – evidence veškerých událostí spojených s provozem 
· zálohování systému 
· omezení formátů příloh – zakázané *.exe a spustitelné soubory. 
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V oblasti auditu a dohledu zajišťuje: 
· dohled 24 x 7 x 365 
· prvotní bezpečnostní audit 
· pravidelné bezpečnostní audity 
· atest jako ISVS 
· dohled MV, ÚOOÚ (úřadu pro ochranu osobních údajů) (12). 
Jednotlivé typy datových schránek 
· Datová schránka právnické osoby 
- Pouze jedna schránka, 
- zpráva je vždy adresována subjektu, nikoli konkrétnímu pracovníkovi.  
· Datová schránka fyzické osoby 
- Jedna schránka s nárokem na zřízení druhé schránky jako podnikající fyzická 
osoba. 
· Datová schránka orgánu veřejné moci 
- Podle původního znění zákona směly orgány veřejné moci mít pouze jednu 
schránku, avšak novela č. 190/2009 Sb. umožnila orgánům veřejné moci 
vyžádat si další datové schránky, zejména pro vnitřní komunikaci (12). 
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Obrázek 4: Jednotlivé typy datových schránek10 
 
Rozhraní datových schránek 
K datové schránce je možné přistupovat přes speciální webové rozhraní provozované 
Ministerstvem vnitra ČR, nebo přes rozhraní spisových služeb. V obou případech musí 
být každý přístup autorizován oprávněnou osobou, administrátorem nebo pověřenou 
osobou (12). 
Doručení datové zprávy 
Dokumenty jsou ve schránce uloženy pouze po dobu 90 dnů, po jejímž uplynutí jsou 
nevratně smazány (tuto lhůtu stanovilo ministerstvo vyhláškou). 
Datová zpráva je doručena okamžikem, kdy se do datové schránky přihlásí osoba, která 
má s ohledem na svá oprávnění přístup k dodanému dokumentu (viz. Obr. 5). 
                                                 
10
 Ministerstvo vnitra České republiky. Informační systém datových schránek : základní informace. 3. 
vyd. Praha : Ministerstvo vnitra, 2009. 47 s. 
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Obrázek 5: Časová osa odeslání až smazání datové zprávy11 
Jestliže se oprávněná osoba nepřihlásí ve lhůtě 10 dnů do datové schránky, je dokument 
doručen posledním dnem této lhůty pomocí fikce doručení (viz. Obr. 6) (12). 
 
Obrázek 6: Časová osa fikce doručení12 
Adresát si dokument může nechat na autorizovaném pracovišti převést do listinné 
podoby (za poplatek), nebo si může nechat zřídit službu Datový trezor od České pošty. 
Zásadní změna je tedy v tom, že pokud má mít dokument právní platnost i po uplynutí 
90 dnů, pak největší náklady nese adresát, nikoliv odesílatel jako tomu je v případě 
klasické poštovní komunikace (7). 
Zabezpečení datových schránek 
Datová schránka je zabezpečena přístupovými údaji. Přístupové údaje, elektronické 
prostředky, technické podmínky a bezpečnostní zásady nejsou stanoveny přímo 
                                                 
11
 Ministerstvo vnitra České republiky. Informační systém datových schránek : základní informace. 3. 
vyd. Praha : Ministerstvo vnitra, 2009. 47 s. 
12
 Ministerstvo vnitra České republiky. Informační systém datových schránek : základní informace. 3. 
vyd. Praha : Ministerstvo vnitra, 2009. 47 s. 
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zákonem, ale prováděcí vyhláškou. Uživatelské jméno je tvořeno řetězcem 6 až 12 
znaků, bezpečnostní heslo je řetězec 8 až 32 znaků, přičemž nesmí být shodné s 
uživatelským jménem. Heslo si bude uživatel moct kdykoli změnit. Po pátém chybném 
zadání hesla je přihlášení na hodinu zablokováno a uživatel je informován o pokusu o 
neoprávněný přístup. Po třiceti minutách nečinnosti dojde k automatickému odhlášení. 
Uživatelská jména a hesla rozeslalo Ministerstvo vnitra zásilkami do vlastních rukou 
všem subjektům s povinností mít datovou schránku (12). 
Použití datových schránek 
Co všechno přinese používání datových schránek? 
· plné nahrazení obálkového doručování 
· snížení ceny za doručování 
· důkaz při soudním řízení 
· bezpečný komunikační kanál 
· podporu elektronických formulářů 
· přístupnost z kteréhokoli místa planety (přes internet) 
· úsporu času 
· občanům službu poskytovanou zdarma 
· úředníkům povinnost zasílat dokumenty prostřednictvím datových schránek 
(12). 
Postavení Ministerstva vnitra v projektu ISDS 
Datové schránky zřizuje a spravuje Ministerstvo vnitra České republiky, které pro ně 
zřídilo oficiální web www.datoveschranky.info. Provozovatelem informačního systému 
datových schránek je Česká pošta s. p., která je držitelem poštovní licence. Náklady na 
provoz systému hradí stát ze svého rozpočtu. Zřizování a provozování schránek je 
bezplatné (placenou službou však je uchovávání dokumentů po dobu delší 3 měsíců), 
zasílání zpráv od orgánů veřejné moci nebo orgánům veřejné moci je bezplatné. Do 
datových schránek jiných uživatelů nemá přístup správce ani provozovatel systému, 
údaje jsou neveřejné. Množství veřejnoprávních subjektů má povinnost dodávat do 
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systému informace (např. o zápisech a výmazech z rejstříků, o vzetí do vazby či nástupu 
trestu atd.) a ministerstvo má přístup k potřebným údajům z evidence obyvatel (12). 
 
Obrázek 7: Informační systém datových schránek13 
 
1.6.3 Implementace datových schránek 
 
1) Přípravná fáze 
Do této fáze spadá příprava na účinnost zákona č. 300/2008 Sb. Zahrnuje kroky, které 
jednotlivé subjekty musely provést v předstihu před tím, než zákon vstoupil v platnost, 
tedy do konce června 2009. 
· kontrola dat o svém subjektu 
· zajištění odpovídajícího zpracování elektronických dokumentů 
- spolupráce aplikace spisové služby s datovou schránkou 
- zajištění bezpečného uložení elektronických dokumentů 
- podpora elektronického podepisování 
- podpora převodu podoby dokumentů a změny jejich formátu 
· technické zajištění pracovišť pro autorizovanou konverzi dokumentů 
- Autorizovaná konverze na žádost 
                                                 
13
 Zdroj: < http://www.inflow.cz/datove-schranky-0 > 
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- Autorizovaná konverze z moci úřední 
· přidělení digitálních certifikátů vybraným zaměstnancům 
· zajištění bezpečného dlouhodobého uložení elektronických spisů 
· určení administrátorů, pověřených osob a zaměstnanců pracovišť provádějících 
autorizovanou konverzi 
· uzavření smluv s Českou poštou, případně i s další certifikační autoritou 
· zajištění školení všech zaměstnanců úřadu 
· umožnění nahlížet do elektronických spisů 
· příprava změn interních dokumentů 
· informování občanů a organizací (13). 
 
2) Fáze zahájení prvního provozu 
Všechny uvedené kroky musely být provedeny krátce po nabytí účinnosti zákona, 
respektive po přidělení přístupových údajů k datové schránce. 
· převzetí přihlašovacích údajů 
· jmenování administrátorů a pověřených osob pro MV ČR 
· začít poskytovat autorizované konverze na žádost 
· začít používat datovou schránku (13). 
 
3) Fáze běžného provozu 
Zde jsou uvedeny některé typické činnosti, které jsou spojené s využíváním datové 
schránky. 
· přebírání doručených dokumentů z datové schránky subjektu 
· odesílání dokumentů prostřednictvím datové schránky 
- příprava elektronického dokumentu k vypravení přes DS 
- vyhledání datové schránky adresáta 
- vlastní odeslání přes DS 
· provádění autorizované konverze dokumentů 
- konverze z moci úřední 
- konverze na žádost 
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· zajišťování platnosti digitálních certifikátů (13). 
1.7 Systém spisové služby 
Systém spisové služby řeší otázku evidence, zpracování a vyřízení veškerých 
písemných i jinak vytvořených, či doručených dokumentů v rámci organizace. Novela 
zákona č. 499/2004 Sb., o archivnictví a spisové službě a jeho prováděcí vyhláška č. 
191/2009, o podrobnostech výkonu spisové služby navíc ukládá většině 
veřejnoprávních subjektů provozovat evidenci dokumentů prostřednictvím 
elektronického systému spisové služby (dále jen eSSL) (8). 
Pravidla pro řízení eSSL 
Kompletní správu dokumentů v organizaci (tj. pravidla pro příjem, evidenci, oběh a 
odeslání dokumentů v analogové i elektronické podobě) řeší tzv. Spisový a skartační 
řád. Jedná se o průběžně aktualizovaný interní dokument závazný pro všechny 
zaměstnance dané organizace. 
Hlavní požadavky na eSSL 
· evidovat příjem, zařazení, označení, rozdělení, předání a projednání dokumentu 
· zaznamenávat informace o všech operacích s dokumentem  
· spravovat metadata o dokumentu 
eSSL musí pracovat rovnocenně s analogovými i elektronickými dokumenty. Údaje o 
jednotlivých dokumentech se do systému zadávají ručně, elektronickým vstupem 
(čtečkou), nebo načtením z jiných systémů (např. CzechPOINT, ISDS, Vita) (8). 
Podmínky napojení eSSL na informační systém datových schránek 
eSSL musí: 
· načítat doručené datové zprávy z DS do modulu elektronické podatelny 
· kontrolovat doručené datové zprávy a zaevidovat je do spisové služby 
· vyhledávat datové schránky adresátů 
· převádět připravované dokumenty do výstupního formátu a opatřit je zaručeným 
elektronickým podpisem 
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· vypravovat připravené dokumenty prostřednictvím DS 
· ukládat datové zprávy (doručené i vypravené) a dokumenty v nich obsažené do 
bezpečného úložiště (13). 
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2 Analýza současného stavu 
Problematika používání datových schránek byla pro potřebu této práce konkrétně 
zaměřená na implementaci a provoz datové schránky v informačním systému 
Městského úřadu Chrudim (dále jen MěÚ Chrudim). Obsahem analýzy bude popsání 
organizační struktury MěÚ Chrudim a jeho informačního systému, postup 
implementace datové schránky do IS organizace a závěrem zhodnocení celého provozu. 
K tomu poslouží provedená SWOT analýza, ze které vyplynou i jednotlivé kroky 
k optimalizaci provozu datové schránky na daném úřadě. 
Datová schránka byla na MěÚ Chrudim aktivována téměř čtvrt roku před zákonem 
danou lhůtou pro aktivaci DS, konkrétně na přelomu července a srpna 2009. V té době 
mělo jen velmi málo subjektů svou datovou schránku aktivovanou, tudíž se během 
tohoto téměř tří měsíčního období řešily spíše technické náležitosti a problémy spojené 
s integrací informačního systému datových schránek do informačního systému úřadu, 
zejména spisové služby14. Ostrý provoz DS začal 1. listopadu 2009 a od tohoto data je 
DS na MěÚ Chrudim denně využívána a poskytuje rychlý způsob elektronické 
komunikace. Navzdory poměrně dlouhému období od aktivace DS do spuštění ostrého 
provozu se ukazuje, že způsob napojení na IS úřadu a využívání samotné DS se dá 
v mnoha ohledech zlepšit a optimalizovat. Jedná se zejména o otázku bezpečného 
přístupu do DS a funkčnosti spisové služby. S postupným rozvojem využívání DS jak v 
orgánech veřejné moci, tak u právnických a fyzických osob přichází také otázka 
bezpečného dlouhodobého uložení dokumentů přijatých a vypravených prostřednictvím 
DS. 
 
2.1 Charakteristika organizace Městský úřad Chrudim  
Do konce roku 2002 byla Chrudim sídlem okresního úřadu, po zrušení okresních úřadů 
a reformě veřejné správy je od roku 2003 Chrudim obcí s rozšířenou působností 3. 
stupně. MěÚ Chrudim spadá do oblasti veřejné správy, kde zajišťuje výkon samostatné 
a přenesené působnosti dle zákona č. 128/2000 Sb., o obcích ve znění pozdějších 
                                                 
14
 Spisová služba je na MěÚ Chrudim v provozu od roku 2007 
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předpisů (dále jen zákon) a dalších právních předpisů na území města Chrudim a v jeho 
správním obvodu (17). 
Správní obvod, ve kterém úřad vykonává působnost podle § 66 zákona, tvoří správní obvody 
těchto 86 měst, městysů a obcí: Běstvina, Biskupice, Bítovany, Bojanov, Bor u Skutče, Bořice, 
Bousov, Bylany, Ctětín, Čankovice, České Lhotice, Dolní Bezděkov, Dřenice, Dvakačovice, 
Heřmanův Městec, Hluboká, Hodonín, Honbice, Horka, Horní Bradlo, Hošťalovice, Hrochův 
Týnec, Hroubovice, Chrast, Chroustovice, Chrudim, Jenišovice, Klešice, Kněžice, Kočí, 
Kostelec u Heřmanova Městce, Krásné, Křižanovice, Lány, Leštinka, Libkov, Liboměřice, 
Licibořice, Lipovec, Lozice, Lukavice, Luže, Míčov-Sušice, Mladoňovice, Morašice, Mrákotín, 
Nabočany, Načešice, Nasavrky, Orel, Ostrov, Perálec, Podhořany u Ronova, Prachovice, 
Proseč, Prosetín, Předhradí, Přestavlky, Rabštejnská Lhota, Ronov nad Doubravou, Rosice, 
Rozhovice, Řestoky, Seč, Skuteč, Slatiňany, Smrček, Sobětuchy, Stolany, Střemošice, Svídnice, 
Trojovice, Třemošnice, Třibřichy, Tuněchody, Úherčice, Úhřetice, Vápenný Podol, 
Vejvanovice, Vrbatův Kostelec, Vyžice, Zaječice, Zájezdec, Zderaz, Žlebské Chvalovice, 
Žumberk (17). 
 
2.2 Organizační struktura úřadu 
Úřad v samostatné působnosti: 
· plní úkoly, které mu uložily Rada města nebo Zastupitelstvo města 
· usměrňuje po odborné stránce příspěvkové organizace, které si město zřídilo, pokud 
zvláštní zákon nestanoví jinak 
· pomáhá výborům Zastupitelstva města a komisím Rady města v jejich činnosti (17). 
Úřad v oblasti přenesené působnosti vykonává státní správu s výjimkou věcí, které patří do 
působnosti Zastupitelstva města, Rady města, případně komise, je-li taková zřízena (17). 
V čele úřadu stojí starosta, dále dva místostarostové, tajemník úřadu a zaměstnanci 
města zařazení do jednotlivých odborů. MěÚ Chrudim se dělí na 12 odborů a 1 útvar, 
jejichž náplň činnosti je vymezena organizačním řádem. Ke konci ledna 2011 bylo na 
MěÚ Chrudim 217 zaměstnanců (17). 
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Hlavní náplň činnosti vybraných odborů a oddělení: 
· Útvar interního auditu a kontroly prověřuje a hodnotí systém zajištění příjmů, 
včetně vymáhání pohledávek, financování činnosti města a zajištění správy veřejných 
prostředků. 
· Oddělení vnějších vztahů spolupracuje se všemi sdělovacími prostředky a médii a 
poskytuje jim informace o výsledcích jednání orgánů města formou aktuálního 
zpravodajství a publicistických materiálů. Dále poskytuje veřejnosti informace o 
činnosti úřadu, Rady města, Zastupitelstva města a o připravovaných záměrech města. 
· Oddělení informatiky v souvislosti s úkoly vyplývajícími ze zákona č. 
300/2008 Sb., o elektronických úkonech a autorizované konverzi dokumentů, 
v platném znění a souvisejících provádějících předpisů odpovídá za 
technologickou integraci datové schránky města Chrudim do stávajícího 
informačního systému organizace, vykonává funkci technologického centra 
správního obvodu. 
· Oddělení klientského servisu zajišťuje vydávání ověřených výpisů z evidencí 
v systému Czech POINT (katastr nemovitostí, živnostenský rejstřík, výpisy 
z rejstříku trestů, ověřené výstupy z obchodního rejstříku, ze seznamu 
kvalifikovaných dodavatelů, z insolventního rejstříku, z bodového hodnocení 
řidiče, …). Na úseku podatelny vykonává funkci podatelny a výpravny 
v souladu se spisovým řádem a dále zajišťuje příjem dokumentů 
prostřednictvím datové schránky města Chrudim (17). 
Úřad vykonává velký rozsah agend v přenesené působnosti, tedy přijímá a odesílá velký 
počet písemností podle správního řádu. Je tedy zřejmé, že komunikace v papírové i 
elektronické podobě je pro MěÚ Chrudim zásadní. Pro přijímání a vypravování 
dokumentů provozuje MěÚ Chrudim elektronickou podatelnu15 a datovou schránku. 
 
2.3 Informační systém MěÚ Chrudim 
MěÚ Chrudim v současné době nemá jednotný IS (především z důvodu velkého 
množství agend, které musí v rámci své činnosti obsáhnout). IS úřadu tak tvoří několik 
                                                 
15
 Podání lze zasílat na adresu podatelna@chrudim-city.cz, nebo přes webový portál 
https://www.chrudim-city.cz/  
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specializovaných systémů16 od různých dodavatelů. Propojeny jsou však jen některé 
z nich zejména z důvodu technických možností jednotlivých systémů. Prioritní je 
fungující propojení systémů se spisovou službou. 
Pro správu uživatelských účtů v rámci MS Windows a pro definici organizační 
struktury využívá MěÚ Chrudim adresářovou službu Active Directory, která zároveň 
definuje přístupová oprávnění všech zaměstnanců do domény MěÚ. 
Nejdůležitějším a nejvyužívanějším systémem na MěÚ Chrudim je E-spis od 
společnosti ICZ. Hlavní součástí systému jsou aplikace, které pokrývají dokumentové 
agendy typu spisová služba, usnesení, stížnosti, smlouvy a další. Systém dále umožňuje 
snadnou integraci s aplikacemi třetích stran (např. VITA SW, ekonomický systém 
FENIX). Systém E-spis využívá jednotného číselníku a každý dokument či subjekt je 
při vstupu do systému opatřen jedinečných identifikátorem (tzv. UID) pro jednoznačnou 
dohledatelnost. Systém je založen na architektuře klient-server, přístup k datům 
zajišťuje databázový server MS SQL 2005.     
Pro účely této práce bude popsána pouze oblast spisové služby. MěÚ Chrudim v rámci 
spisové služby využívá tyto moduly: podatelnu, výpravnu a spisovnu. Přístupová práva 
do evidence spisové služby má 205 zaměstnanců. Do spisové služby se na MěÚ 
Chrudim přistupuje výhradně za použití lehkého klienta17.  
 
2.4 Hardwarová a softwarová vybavenost 
V této kapitole jsou popsány informační technologie využívané na MěÚ Chrudim, jako 
doménové řadiče, databázové servery, fyzické servery a klientské stanice. Dále jsou zde 
popsána datová úložiště pro elektronické dokumenty, definována dostupnost, 
zálohování a zabezpečení dat z pohledu přístupu k datům a v neposlední řadě také 
popsán proces virtualizace serverů. 
 
                                                 
16
 Výčet softwarů používaných na MěÚ Chrudim, rozdělených dle odborů je uveden v Příloze 2 
17
 Lehký klient - serverová instalace klienta založená na technologii .NET a webové službě, přístupná 
z lokálního PC pomocí webového prohlížeče. 
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2.4.1 Servery 
Řadiče domény: 
· Fujitsu Siemens Rx200 S4f/x 
Procesor Intel Xeon 5400, 4GB RAM, 2x 146 GB SAS disk, 1x 500GB externí 
SATA disk určen pro zálohy, RAID 1, operační systém MS Windows server 
2003 R2. 
· HP ProLiant ML110G4 
Procesor Intel Pentium D 915, 4GB RAM, 2x 250GB SATA disk, RAID 1, 
operační systém MS Windows server 2003 R2 
Databázový server: 
· Fujitsu Siemens Primergy TX600S3 
Čtyřprocesorový server osazený 2x Intel Xeon MP 7110 2,6 GHz, 16GB RAM, 
dvoukanálový Ultra320 SCSI řadič LSI 53C1030, systémové pole osazené 
dvěma 73GB SATA disky, datové pole osazené šesti 73GB SATA disky, RAID 
1, operační systém MS Windows 2003 server R2, databáze MS SQL 2005. 
Aplikační servery: 
· 2x IBM x 3650 
Procesor Intel Xeon 5600, 32GB RAM, jeden server je osazen dvěma 146GB 
SATA disky, druhý je osazen dvěma 246GB SAS disky, RAID 1, operační 
systém MS Windows server 2003 R2. 
2.4.2 Klientské stanice 
Klientské stanice jsou vybaveny počítači HP 8100 s procesorem Intel Core i3 550. 
Operační paměť činí 4GB a velikosti pevných disků se pohybují v rozmezí 250GB – 
320GB. MěÚ Chrudim provozuje na klientských stanicích MS Windows XP 
professional a MS Windows 7 professional. 
2.4.3 Datová úložiště 
Datové úložiště MěÚ Chrudim tvoří dvě diskové pole, každé umístěné v jiné budově. 
V budově MěÚ je umístěno diskové pole Netapp FAS 2020 osazené šestnácti SATA 
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disky o celkové kapacitě 4TB. Druhé diskové pole Netapp FAS 2050 osazené dvaceti 
SAS disky o stejné celkové kapacitě je umístěno v budově radnice v centru města. Obě 
lokality jsou propojeny čtyřmi páry optických kabelů. 
Dostupnost dat v případě kolize některého z disků obstarává uspořádání diskového pole 
RAID 6
18
. „RAID 6 jako RAID 5 využívá rozprostření paritních informací na všech 
discích v poli, vytváří však dvě nezávisle vypočtené paritní informace. RAID 6 je díky 
tomu spolehlivější a i při výpadku dvou disků lze data znovu zrekonstruovat“ (14). 
Zálohování dat na MěÚ Chrudim není vyřešeno zcela ideálně. Probíhá pětkrát týdně 
formou plných záloh všech serverů a dat aplikací na zálohovací pásková zařízení. V této 
oblasti lze doporučit systém zálohování formou denních rozdílových a týdenních plných 
záloh na diskové úložiště umístěné ve druhé budově MěÚ. 
Přístup k datům v rámci spisové služby probíhá (bez vazby na Active Directory) 
pomocí autentizace každého uživatele (login a heslo) a autorizace (oprávnění 
přistupovat k příslušným dokumentům v rámci spisové služby). 
V současné době MěÚ Chrudim čeká na vyřízení žádosti o dotaci od EU na vybudování 
vlastního technologického centra. V rámci technologického centra chce MěÚ Chrudim 
nakoupit nové fyzické servery a rozšířit virtuální servery. Proces virtualizace serverů je 
řešen pomocí systému VMware vCenter a diskových polí Netapp FAS 2020 a 2050. 
Důvodem rozšiřování virtualizace je provozování hostované spisové služby pro města a 
obce ve správním obvodu MěÚ Chrudim (viz. kapitola 2.1). 
 
2.5 Implementace ISDS do systému MěÚ Chrudim   
Samotnému zprovoznění datové schránky na MěÚ Chrudim předcházelo několik 
zásadních kroků, které můžeme souhrnně označit jako postup implementace ISDS do IS 
MěÚ Chrudim. Toto napojení muselo být zprovozněno a funkční ještě před termínem, 
který si MěÚ Chrudim stanovil jako termín aktivace DS. Avšak některé dílčí oblasti 
implementace jsou řešeny pružně i během ostrého provozu DS. Jedná se zejména o 
                                                 
18
 RAID – Redundant Array of Independent Disks (vícenásobné diskové pole nezávislých disků) 
42 
 
změny v samotném ISDS, tak o změny dané vývojem spisové služby. Samozřejmostí 
pro MěÚ Chrudim je reakce na změny v oblasti legislativní a metodické. 
Postup implementace: 
a) napojení spisové služby a ePodatelny na ISDS 
b) vystavení elektronických certifikátů a časových razítek 
c) instalace kořenových certifikátů CA 
d) jmenování oprávněné osoby, administrátorů a pověřených osob pro přístup do 
DS 
e) metodické a procesní řešení 
2.5.1 Napojení spisové služby a ePodatelny na ISDS 
Pro fungující napojení ISDS musel být systém e-spis zahrnující spisovou službu 
rozšířen o několik modulů, které tuto funkčnost zajišťují. Jelikož MěÚ Chrudim 
využívá pro přístup do spisové služby pouze lehkého klienta, stačilo tyto moduly pouze 
dokoupit u stávajícího dodavatele systému e-spis. Tím pádem odpadla povinnost 
instalace daných komponent na jednotlivé klientské stanice.  
Jednalo se o tyto doplňkové moduly: 
· komunikace na datové schránky 
· skenování/digitalizace 
· integrace s MS office 
· elektronický podpis 
2.5.2 Vystavení elektronických certifikátů a časových razítek 
S napojením na ISDS přišla pro MěÚ Chrudim povinnost veškeré odesílané dokumenty 
opatřovat elektronickým podpisem. Aby tak úřad mohl činit, muselo dojít k definování 
pověřených osob a k uzavření smlouvy s českou poštou na vystavování kvalifikovaných 
certifikátů a časových razítek pro tyto osoby. MěÚ Chrudim v současné době využívá 
kvalifikovaných certifikátů a časových razítek PostSignum QCA. Kdo je pověřenou 
osobou, tzn. kdo má pravomoc samostatně podepisovat dokumenty vznikající na úřadě, 
definuje podpisový řád.  
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2.5.3 Instalace kořenových certifikátů CA 
K elektronickému podepisování nestačí pouze vlastnit kvalifikovaný certifikát, ale je 
také nutné mít nainstalovaný kořenový certifikát CA. Z tohoto důvodu musely být tyto 
kořenové certifikáty nainstalovány na každou klientskou stanici, kde dochází 
k elektronickému podepisování dokumentů. Kořenový certifikát je rovněž potřeba jak 
pro přístup na webový portál ISDS, tak pro přístup přes spisovou službu. 
Kořenové i kvalifikované certifikáty jsou na MěÚ Chrudim instalovány ručně na 
jednotlivé stanice. Toto řešení je však značně nepraktické z důvodu velkého počtu 
stanic a také kvůli poměrně častým aktualizacím certifikátu (platnost kvalifikovaného 
certifikátu je 1 rok). Možným doporučením by bylo využít doménové politiky v rámci 
Active Directory a jejím prostřednictvím instalovat certifikáty hromadně na všechny 
klientské stanice přihlášené do domény úřadu. 
2.5.4 Jmenování oprávněné osoby, administrátorů a pověřených osob pro přístup 
do DS 
Oprávněná osoba je v případě MěÚ Chrudim starosta města, který jako první obdržel 
v papírové formě „do vlastních rukou“ přihlašovací údaje do ISDS. Jeho povinností 
bylo první přihlášení do portálu ISDS, jmenování administrátorů a aktivování DS.  
Administrátory byli určeni zaměstnanci odboru informatiky. Role administrátora DS 
není technická, jak by se mohlo zdát. Úkolem administrátora je určit pověřené osoby a 
definovat jejich práva k přístupu do DS. 
Pověřenými osobami v rámci MěÚ Chrudim byly určeny pracovnice podatelny a 
výpravny, tedy osoby mající oprávnění k načítání a vypravování DZ. 
2.5.5 Metodické a procesní řešení 
Stěžejním materiálem obsahujícím metodiku pro práci s datovou schránkou je Spisový a 
skartační řád MěÚ Chrudim. Další upřesnění týkající se dané problematiky obsahuje 
Organizační a Podpisový řád organizace. MěÚ rovněž zajistil ještě před spuštěním DS 
školení pro zaměstnance úřadu. Toto školení vedli odborníci na jednotlivé oblasti ISDS 
(oblast archivace a spisové služby, legislativní a právní oblast a informatická oblast). 
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2.6 Konverze do PDF a elektronické podepisování dokumentů 
MěÚ Chrudim pro konverzi dokumentů do PDF a jejich elektronické podepsání 
nepoužívá žádné externí aplikace ani virtuální tiskárny. Konverze a podepisování 
provádí přímo v prostředí spisové služby prostřednictvím doplňkových modulů 
digitalizace a elektronický podpis (viz. kapitola 2.5.1). Toto řešení je výhodné 
především v tom, že se vytvořený PDF dokument nemusí do spisové služby dodatečně 
vkládat. Systém spisové služby jej vloží do svého úložiště automaticky.  
 
Obrázek 8: Konverze dokumentu do PDF v prostředí spisové služby19 
 
2.7 Příjem, odeslání a prohlížení datových zpráv 
Příjem DZ probíhá na MěÚ Chrudim centrálně přes elektronickou podatelnu, stejně 
jako odeslání DZ probíhá přes elektronickou výpravnu. Oběh DZ v rámci úřadu je řešen 
přímo ve spisové službě tzv. předáváním zpráv na virtuální stoly referentů jednotlivých 
odborů a oddělení (viz. obrázek 10). Způsob příjmu a odeslání DZ na MěÚ Chrudim 
znázorňuje následující schéma: 
 
                                                 
19
 Zdroj: Prostředí spisové služby MěÚ Chrudim, přepracováno 
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Obrázek 9: Schéma příjmu a odeslání DZ20 
 
Příjem datové zprávy 
Pracovnice podatelny se nejprve autentizuje do systému e-spis, poté provede načtení DZ 
z ISDS na svůj virtuální stůl a následně jednotlivé DZ zpracovává. Postup zpracování 
spočívá v ověření elektronického podpisu a v předání DZ na virtuální stůl referenta 
daného odboru (současná praxe je taková, že pozici těchto referentů vykonávají přímo 
                                                 
20
 Zdroj: vlastní práce 
DATOVÉ ÚLOŽIŠTĚ 
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vedoucí odborů). Ten DZ předá koncovému uživateli buď přímo, nebo přes referenta 
daného oddělení (opět platí, že referent = vedoucí oddělení).  
 
Obrázek 10: Předání DZ na virtuální stůl referenta21 
 
Odeslání datové zprávy 
Veškeré odesílané dokumenty připravují samotní zaměstnanci. Tzn. odesílaný 
dokument konvertují do PDF a mají-li podle Podpisového řádu právo elektronicky 
podepisovat, tak dokument opatří elektronickým podpisem (případně časovým 
razítkem), vyberou adresáta a ověří existenci jeho DS, případně připojí přílohu a dají 
odeslat. Pokud daný zaměstnanec nemá oprávnění elektronicky podepisovat, musí 
zprávu předat k podepsání buď vedoucímu oddělení, nebo vedoucímu odboru (záleží na 
povaze dokumentu). Po odeslání se DZ objeví v elektronické výpravně a její pracovnice 
provede hromadné vypravení (viz. obrázek 11). 
 
 
                                                 
21
 Zdroj: Prostředí spisové služby MěÚ Chrudim, přepracováno 
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Obrázek 11: Vypravení DZ22 
 
Prohlížení datových zpráv 
Pro prohlížení datových zpráv se na MěÚ Chrudim plošně využívá standardního 
prohlížeče 602XML Filler. Tento software je volně šiřitelný a poradí si i s otevřením 
jiných formulářů, než je DZ. Instalace tohoto softwaru a jeho aktualizace se, na rozdíl 
od instalace certifikátů, provádí hromadně na všechny klientské stanice využitím 
doménové politiky v Active Directory. 
 
2.8 Přehled pohybu listinných zásilek a datových zpráv v rámci 
spisové služby 
V tabulce 1 jsou uvedeny počty doručených a odeslaných listinných zásilek a datových 
zpráv od roku 2009 do konce dubna 2011.  
                                                 
22
 Zdroj: Prostředí spisové služby MěÚ Chrudim, přepracováno 
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Tabulka 1: Přehled pohybu zásilek a datových zpráv23 
 
2009 2010 2011 
Doručené zásilky 22691 28527 13227 
Odeslané zásilky 22796 24612 8646 
Doručené DZ 1297 11788 5994 
Odeslané DZ 820 7855 2893 
 
Tato situace je znázorněna v grafu 2. 
 
Graf 2: Pohyb zásilek a datových zpráv24 
 
Porovnání celkového počtu listinných zásilek a datových zpráv v rámci spisové služby 
je provedeno v grafu 3. 
                                                 
23
 Zdroj: Městský úřad Chrudim, přepracováno 
24
 Zdroj: Městský úřad Chrudim, přepracováno 
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Graf 3: Celkový přehled25 
 
Z grafu je patrné, že datové zprávy tvoří necelou polovinu z celkového objemu 
zpracovaných zásilek. Přitom komunikace prostřednictvím DS probíhá v 95% případů 
mezi OVM. Fyzické osoby a podnikající fyzické osoby komunikují s městským úřadem 
prostřednictvím DS velmi zřídka. Právnické osoby samozřejmě musí tuto formu 
komunikace ze zákona upřednostnit, tudíž počty doručených a odeslaných DZ od 
právnických osob jsou vyšší. Konkrétní čísla se mi nepodařilo zjistit, jelikož statistiky 
v rámci spisové služby tyto údaje nerozlišují. 
 
 
 
 
 
 
                                                 
25
 Zdroj: Městský úřad Chrudim, přepracováno 
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2.9 SWOT analýza 
SWOT analýza integrace ISDS do IS MěÚ Chrudim:  
Silné stránky (Strenghts)  
 
 
 
 
 
 
 
 
 
 
 
Slabé stránky (Weaknesses) 
 
· Napojení spisové služby na ISDS 
 
· Možnosti rozšíření spisové služby o 
doplňkové moduly 
 
· Využívání časového razítka 
 
· Moderní informační technologie 
 
· Kvalifikovaní zaměstnanci 
 
· Ukládání, dostupnost a archivace dat 
na dobré úrovni 
 
· Proces virtualizace serverů 
 
· Rychlost, spolehlivost a 
prokazatelnost doručování DS 
 
 
· Způsob zálohování dat 
 
· Vzájemná integrace jednotlivých 
systémů - ztěžuje komunikaci mezi 
jednotlivými odbory 
 
· Do budoucna relativně malá kapacita 
datových úložišť 
 
· Ruční instalace certifikátů na 
klientské stanice 
 
· Finanční náročnost pro občana, nebo 
jiný subjekt na autorizovanou 
konverzi dokumentů 
 
· Nedostatečné zabezpečení přístupu 
do DS 
 
· Lidský faktor 
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Příležitosti (Opportunities) Hrozby (Threats) 
 
· Rozšíření funkčnosti spisové služby o 
integraci s Czech POINT 
 
· Hromadné podepisování 
elektronických dokumentů v rámci 
spisové služby 
 
· Hromadná distribuce certifikátů 
 
· Zajištění větší operativnosti při 
odesílání DZ 
 
· Rozšíření datových úložišť 
 
· Zajištění většího zabezpečení DS 
 
· Pořádání školení a kurzů na téma DS 
 
 
 
· Výpadek připojení k internetu 
 
· Zneužití informací z DS 
 
· Legislativní změny 
 
· Stabilita projektu ISDS po změně 
politického spektra 
 
· Přírodní katastrofy - MěÚ Chrudim 
leží v těsné blízkosti řeky 
v záplavové oblasti 
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3 Návrhy řešení 
Komunikace prostřednictvím datových schránek na MěÚ Chrudim doposud tvoří jen 
necelou polovinu celkového pohybu pošty. Přesto projdou přes podatelnu a výpravnu 
denně desítky DZ a tento počet má tendenci se neustále zvyšovat (viz. kapitola 2.8). 
Přestože MěÚ Chrudim nemá žádné zásadní problémy s používáním datové schránky či 
spisové služby, na základě provedené SWOT analýzy (kapitola 2.9) lze doporučit 
několik kroků k optimalizaci využívání systému. Jednotlivé body návrhu jsou z oblastí, 
u kterých jsem schopný navrhnout funkční a zároveň realizovatelnou nápravu. 
Návrhy na optimalizaci systému se týkají hlavně těchto kategorií: 
· Rozšíření funkčnosti spisové služby 
 
· Bezpečnost DS 
 
· Ukládání a zálohování dat 
 
· Hromadná instalace softwaru 
 
· Změna metodiky a interních procesů v organizaci 
Cílem těchto návrhů je vylepšit využití ISDS v rámci MěÚ Chrudim. Protože úřad 
komunikuje s ISDS výhradně prostřednictvím spisové služby, je její bezproblémové 
fungování pro organizaci prioritou. Jedním ze základních kamenů optimalizace tudíž 
bude co možná největší rozšíření funkčnosti spisové služby. S tím úzce souvisí i 
vyřešení hromadné distribuce softwaru na všechny koncové stanice v doméně MěÚ. 
Dalším kritickým bodem, který musí řešit nejenom orgány státní správy, ale prakticky 
všechny právnické i fyzické osoby je bezpečnost. Na tu je potřeba nahlížet ze dvou 
pohledů. První je bezpečnost samotné DS, tedy zabezpečení přístupu k ní a zabezpečení 
spojení v rámci sítě internet. Druhý pohled se zabývá zabezpečením dat, která skrz DS 
proudí, jejich dlouhodobým uložením a zálohováním.  
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3.1 Optimální model IS MěÚ Chrudim 
Návrh optimálního modelu IS MěÚ Chrudim vychází ze zkušeností s používáním DS 
v organizaci, z celkového vymezení dané problematiky a současných technických 
možností. Návrhy přímo korespondují se SWOT analýzou provedenou v kapitole 2.9. 
Optimální model IS tedy bude obsahovat konkrétně tyto doporučení: 
· Integrace spisové služby s aplikací Czech POINT 
 
· Možnost odesílání DZ přímo referentem nezávisle na výpravně – změna 
Podpisového řádu, jmenování dalších pověřených osob, vystavení 
kvalifikovaných certifikátů těmto osobám. 
 
· Rozšíření spisové služby o modul pro automatickou klasifikaci a předání 
doručených DZ. 
 
· Zajištění vyššího zabezpečení DS, konkrétně řešení Kernun – Bezpečná 
schránka, nebo pořízení Bezpečného klíče k datové schránce od České pošty. 
 
· Dokoupení nových serverů a datových úložišť a změna systému záloh na 
zálohování na pevný disk s archivací na pásku využitím řešení D2D2T26 na 
vzdálené úložiště. 
 
· Vyřešení hromadné instalace certifikátů na klientské stanice pomocí doménové 
politiky v Active Directory. 
  
 
 
 
                                                 
26
 D2D2T – řešení společnosti Hewlett-Packard s automatizovaným denním zálohováním na disk a 
snadným přesunem záloh na pásku. 
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3.2 Rozšíření funkčnosti spisové služby 
Jelikož MěÚ Chrudim provozuje kontaktní místo Czech POINT přímo v budově úřadu, 
lze více než doporučit rozšíření spisové služby právě o modul integrace s aplikací Czech 
POINT.  
Prostřednictvím tohoto modulu bude možné dále automatizovaně zpracovávat 
informace obsažené v elektronických formulářích získaných z některých služeb projektu 
Czech POINT. Když podatel vyplní příslušný formulář na kontaktním místě, dojde 
k jeho vytěžení a zaevidování dokumentu do systému. Spisová služba díky 
integračnímu modulu dodá do formuláře informaci o identifikátoru dokumentu, 
případně pod jakým číslem jednacím je formulář zaevidován a ten bude následně uložen 
do centrálního úložiště dokumentů MěÚ.  
Modul integrace spisové služby s aplikací Czech POINT nabízí přímo dodavatel spisové 
služby, společnost ICZ, takže jeho zavedení podmiňuje jen zakoupení daného modulu a 
změna interních předpisů. 
Toto řešení by mělo přispět k centralizaci dokumentů v rámci úřadu, usnadnění přístupu 
k nim a zlepšení jejich dohledatelnosti. 
Systém propojení spisové služby a Czech POINTU je znázorněn na obrázku 12. 
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Generátor čísel 
jednacích 
Centrální úložiště 
dokumentů IS        
e-spis 
Ověřovací 
položka 
vytvářená 
v aplikaci Czech 
POINT 
Žádost o přidělení ČJ 
Uložení formuláře 
 Obrázek 12: Napojení spisové služby na aplikaci Czech POINT27 
 
Dalším bodem návrhu je možnost odesílání DZ přímo referentem, nezávisle na 
výpravně. Současná praxe na MěÚ Chrudim je taková, že referent v prostředí spisové 
služby k připravené DZ dohledá adresáta, případně připojí přílohu a odešle do 
výpravny, kde se zpráva řadí do fronty mezi ostatní připravené DZ a čeká, než 
pracovnice výpravny provede hromadné odeslání. V určitých případech (referent zašle 
DZ do výpravny těsně po hromadném odeslání) by mohlo docházet k nežádoucímu 
prodlení v odeslání. Tento problém nebylo do současnosti nutné řešit, protože objem 
odesílaných a přijímaných DZ byl poměrně malý, ale jeho postupným navyšováním se 
tato otázka stává aktuální. 
Toto řešení by vyžadovalo změny v Podpisovém řádu, konkrétně jmenování dalších 
pověřených osob, kterým bude vystaven kvalifikovaný certifikát a tím pádem jim bude 
umožněno odesílání nezávisle na výpravně. Samozřejmě by se nejednalo o všechny 
zaměstnance, kteří mají přístup do spisové služby, ale jen o ty, kteří v rámci své pozice 
nejčastěji přicházejí do styku s datovou schránkou. 
                                                 
27
 Zdroj: Vlastní tvorba 
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V souvislosti s optimalizací odesílání DZ se rovněž nabízí i optimalizace jejich 
přijímání. Současný stav, kdy pracovnice podatelny musí každou načtenou DZ 
přerozdělit na daný odbor či oddělení, není ideální. Stává se, že DZ jsou přerozděleny 
na jiné oddělení než by měly být a tím opět dochází k prodlevám, které jsou (zejména u 
rozhodnutí ve správním řízení) nepřijatelné. Z tohoto důvodu bych doporučoval využít 
rozšiřující modul spisové služby a to modul pro automatickou klasifikaci a předání 
doručených DZ. 
Tento modul umožňuje automatické přidělení DZ na základě údajů v polích obálky DZ. 
V nastavení spisové služby se pod administrátorskými právy nastaví kritéria v polích 
obálky DZ (Věc, Odesílatel, Organizační jednotka, …) a jméno pracovníka, kterému 
budou DZ přiděleny. Systém poté na základě zjištěného obsahu údajů z DZ vyhodnotí 
kritéria, zaeviduje DZ a přidělí ji konkrétnímu referentovi. 
Modul pro automatickou klasifikaci a předání doručených DZ nabízí společnost ICZ 
jako doplňkový rozšiřující modul a pro jeho funkčnost ho stačí pouze zakoupit a 
nadefinovat kritéria pro předávání. 
 
3.3 Vyšší zabezpečení datové schránky 
Kvalitní zabezpečení dat a přístupu k nim je jednou z klíčových věcí pro rozvoj 
elektronické komunikace a  e-governmentu celkově. MěÚ Chrudim by tedy měl 
věnovat zabezpečení své datové schránky zvýšenou pozornost. Současná praxe však 
s tímto tvrzením nekoresponduje.  
Zaměstnanci přistupují do DS výhradně prostřednictvím spisové služby. Přes webové 
rozhraní se přihlašují pouze administrátoři, a to jen v případě změny hesla (heslo pro 
přístup do DS se mění jednou za tři měsíce), nebo je-li potřeba provést změny 
v nastavení. Spisová služba však periodickou změnu přihlašovacích údajů nevyžaduje. 
Navíc způsob uchovávání přihlašovacích údajů by se u některých zaměstnanců dal 
označit jako lehkomyslný. 
Je důležité uvědomit si, že datová schránka obsahuje množství citlivých údajů, osobních 
dat a dokumentů, jejichž zneužití by mohlo mít nepříjemné následky. V případě 
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citlivých firemních údajů se škoda může vyšplhat k miliónům korun, nemluvě o 
zákonných sankcích, které hrozí v případě zneužití DS. 
Z tohoto důvodu doporučuji zvýšit zabezpečení datové schránky prostřednictvím 
řešení Kernun – Bezpečná schránka Enterprise. Produkt Bezpečná schránka využívá 
kromě metod šifrovaného spojení, certifikátů a dalších kryptografických metod také 
unikátní technologii pro ochranu hesel a relací a prakticky tak znemožňuje veškeré 
známé útoky na bezpečnost DS. Toto řešení rovněž zajišťuje bezpečné spojení mezi 
spisovou službou a ISDS, který je přístupný přes specializované rozhraní, tzv. XML 
SOAP zprávy. Zařízení funguje jako aktivní prvek, je umístěno mezi sítí Intranet a 
Internet (viz. obrázek 13) a spolupracuje se všemi typy firewall (16). 
Zavedení produktu Bezpečná schránka znamená zakoupení HW zařízení, produktu a 
licence. Licence je časově neomezená, aktualizace jsou v ceně produktu po dobu tří let 
(při zakoupení varianty Enterprise). Samotná instalace je nenáročná, podobá se 
klasickému zřízení připojení k Internetu a po ní již zařízení funguje zcela samostatně. 
Zapojení produktu se nijak neprojeví na fungování vnitřní sítě LAN. 
Celé řešení je dílem české firmy, tudíž plně odpovídá českým legislativním 
předpisům28.  
                                                 
28
 Konkrétně zákon č. 300/2008 Sb., o elektronických úkonech a autorizované konverzi dokumentů, 
vyhláška č. 194/2009 Sb., o stanovení podrobností užívání a provozování informačního systému datových 
schránek a zákon č. 190/2009 Sb., o archivnictví a spisové službě. 
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Obrázek 13: Schéma zapojení produktu Bezpečná schránka29 
 
Alternativou k produktu Bezpečná schránka by bylo pořízení Bezpečného klíče 
k datové schránce. Tento produkt nabízí Česká pošta a jedná se o USB token, na 
kterém jsou nahrané certifikáty, privátní a veřejné klíče. Data na tokenu jsou chráněna, 
podobně jako u mobilních telefonů, PINem a PUKem. USB token funguje na stejném 
principu jako přístupový klíč – osoba, která bude chtít přistoupit k datové schránce, 
vloží token do USB portu a certifikát na něm nahraný ověří oprávněnost dané osoby pro 
přístup (9). 
Bezpečný klíč od České pošty však nenabízí kompletní ochranu datové schránky jako je 
tomu u prvního řešení, tudíž bych MěÚ Chrudim rozhodně doporučil zavedení produktu 
Kernun – Bezpečná schránka Enterprise. 
                                                 
Zdroj: <http://www.kernun.cz/reseni-kernun/bezpecna-schranka/dalsi-informace-statni-sprava-
korporace/> 
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3.4 Rozšíření datových úložišť a změna systému zálohování 
Kapacita datových úložišť MěÚ Chrudim je prozatím dostačující, avšak počet datových 
zpráv a jiných elektronických dokumentů, vypravených i přijatých, se rok od roku 
zvyšuje (viz. graf 2 a 3). Jako další krok bych tedy doporučil rozšíření datových 
úložišť. Toto doporučení lze realizovat nejlépe v rámci projektu vybudování 
technologického centra. Kromě nakoupení nových diskových polí, doporučuji i nákup 
nových serverů, na kterých bude v budoucnu běžet hostovaná spisová služba pro města 
a obce ve správním obvodu MěÚ Chrudim. 
Jak bylo zmíněno v kapitole 2.4.3, systém zálohování na MěÚ Chrudim není zcela 
ideální. Dokumenty se zálohují pětkrát týdně formou plných záloh na zálohovací 
pásková zařízení. Zálohování na pásky sebou však přináší řadu nevýhod – pomalá 
obnova dat, velká časová náročnost na správu více páskových mechanik, atd.  
Proto bych doporučil zavést systém zálohování D2D2T od společnosti Hewlett-
Packard. Jedná se o systém s automatickým zálohováním na disk s archivací na pásku. 
Nejnovější data jsou zálohována lokálně na druhou vrstvu pevných disků, tím je 
dosaženo rychlé obnovy dat. Jakmile data ve druhé vrstvě zestárnou, jsou přesunuta na 
pásky a uložena k dlouhodobé archivaci (18). Fungování systému D2D2T je znázorněno 
na obrázku 14. 
Kombinací diskového a páskového zařízení do jednoho produktu dosáhne MěÚ 
Chrudim jak vysoké rychlosti přístupu k souborům, tak možnosti levné archivace 
starších dat. Dlouhá životnost pásek zaručí, že data budou bezpečně uchována až do 
doby skartačního řízení.  
MěÚ Chrudim však musí v souvislosti se zálohováním dat řešit ještě jeden problém, a to 
ztrátu dat způsobenou přírodními živly. Budova úřadu totiž stojí jen pár metrů vedle 
řeky a v záplavové oblasti. Vzhledem k tomu bych tedy doporučoval provozovat 
diskové úložiště a systém D2D2T ve druhé budově úřadu. Co se týká propojení obou 
lokací, navrhuji zálohovat data v centrální budově na stávající úložiště a pomocí 
optického propojení přenášet data na datové úložiště ve druhé budově, kde bude 
probíhat archivace na páskové zařízení. 
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Obrázek 14: Zálohování prostřednictvím D2D2T systému30 
 
3.5 Hromadná instalace certifikátů 
Instalace certifikátů na každou klientskou stanici zvlášť klade na administrátory, kteří 
instalace provádějí, velké časové nároky. S ohledem na vysoký počet stanic a poměrně 
častou potřebu certifikáty aktualizovat bych doporučoval instalovat certifikáty 
hromadně využitím doménové politiky v rámci služby Active Directory, jako tomu 
je u instalace aktualizací programu 602XML Filler. 
Toto řešení vyžaduje pouze vytvoření instalačního balíčku s certifikáty, který lze 
následně automaticky nahrát na každou stanici přihlášenou do domény MěÚ. Hromadná 
instalace certifikátů, či jakéhokoli jiného softwaru, výrazně zjednoduší práci 
administrátorům a předejde se situacím, kdy zaměstnanci úřadu nemohou vykonávat 
náplň svoji činnosti právě z důvodu chybějícího, nebo neaktualizovaného certifikátu. 
 
 
 
 
 
                                                 
30
 Zdroj: <http://www.zalohovani.info/pages/uvod_zalohovani.aspx> 
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3.6 Zhodnocení návrhu 
V oblasti veřejné správy se ekonomické zhodnocení dělá velmi těžko, jelikož nemám 
přístup k výkazům Městského úřadu a finanční prostředky potřebné k případné realizaci 
mých návrhů by úřad pravděpodobně čerpal z rozpočtu města, státních fondů, či dotací 
z Evropské unie. Pokusím se tedy návrhy zhodnotit alespoň z hlediska přínosů pro 
Městský úřad Chrudim. 
Dle mého názoru, navrhovaná řešení přinesou lepší podmínky pro práci s datovou 
schránkou a budou přínosem jak pro úřad a jeho zaměstnance, tak i pro veřejnost. 
Realizací návrhů dojde ke zkvalitnění práce se spisovou službou, zejména navrhovaná 
integrace s aplikací Czech POINT zajistí pracovníkům kontaktního místa lepší a 
přehlednější manipulaci s formuláři a dokumenty. Velký dopad by návrhy měly i na 
podatelnu a výpravnu. Využitím možnosti odesílat datové zprávy přímo referentem 
v kombinaci s automatickým předáváním doručených datových zpráv by se pracovišti 
podatelny a výpravny značně ulehčila práce a zrychlil by se oběh dokumentů v rámci 
celého úřadu. Výše navrhovaná opatření by měla vést i k celkovému zkvalitnění služeb 
poskytovaných veřejnosti. Navrhovaná bezpečnostní opatření by měla zcela zamezit 
jakémukoli zneužití či útoku na datovou schránku. Bezpečnost elektronické komunikace 
obecně je dle mého názoru jeden z nejdůležitějších faktorů pro rozvoj celého e-
governmentu. Sofistikovaný systém zálohování úřadu zajistí rychlou obnovu dat 
v případě výpadku serveru a podstatně se zmenší náročnost na jeho správu.  
V konečné fázi by jednotlivá opatření měla přinést také finanční úsporu, a to nejen 
Městskému úřadu Chrudim, ale i ostatním institucím, které s úřadem komunikují, nebo 
budou komunikovat, prostřednictvím datových schránek.  
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Závěr 
Smyslem této práce bylo vysvětlit a popsat proces elektronizace veřejné správy v České 
republice. Konkrétně jsem se zaměřil na Informační systém datových schránek a jeho 
využívání na Městském úřadu v Chrudimi. Mým cílem bylo navrhnout doporučení pro 
optimalizaci stávajícího modelu napojení informačního systému úřadu na datovou 
schránku. K dosažení tohoto cíle jsem využil znalosti nabyté v teoretické části práce. 
Jednotlivá doporučení pak vycházela z analytické části, kde jsem provedl analýzu 
informačního systému, jeho napojení na datovou schránku a samotný proces 
komunikace úřadu prostřednictvím datové schránky. Výsledkem analýzy jsou pak 
jednotlivá opatření, která přinesou větší efektivitu ve využívání datové schránky i 
celého informačního systému a zajistí bezpečnou komunikaci a uložení dat. Návrhy jsou 
poměrně snadno realizovatelné z časového a troufám si říci, že i z finančního hlediska. 
Na druhou stranu by měly Městskému úřadu Chrudim do budoucna pomoci zkvalitnit 
komunikaci prostřednictvím datových schránek a elektronickou komunikaci celkově a 
tím přinést finanční úsporu. 
Závěrem lze říci, že datové schránky znamenají velký posun v rozvoji e-governmentu, 
jejich uzákonění řadí Českou republiku mezi pokrokové země a významným způsobem 
rozšiřuje možnosti elektronické komunikace. Zprovoznění Informačního systému 
datových schránek provázela samozřejmě řada problémů a nejasností, ale dnes se dá 
říci, že systém je plně funkční a úspěšně využíván. Důkazem toho je, že do konce roku 
2010 bylo prostřednictvím datových schránek odesláno téměř 30 milionů datových 
zpráv. 
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Příloha č. 1 
Přípustné formáty datové zprávy dodávané do datové schránky: 
a) pdf (Portable Document Format) 
b) PDF/A (Portable Document Format for the Long-term Archiving) 
c) xml (Extensible Markup Language Document)* 
d) fo/zfo (602XML Filler dokument) 
e) html/htm (Hypertext Markup Language Document) 
f) odt (Open Document Text) 
g) ods (Open Document Spreadsheet) 
h) odp (Open Document Presentation) 
i) txt (prostý text) 
j) rtf (Rich Text Format) 
k) doc (MS Word Document) 
l) xls (MS Excel Spreadsheet) 
m) ppt (MS PowerPoint Presentation) 
n) jpg/jpeg/jfif (Joint Photographic Experts Group File Interchange Format) 
o) png (Portable Network Graphics) 
p) tiff (Tagged Image File Format) c) gif (Graphics Interchange Format) 
q) mpegl/mpeg2 (Moving Picture Experts Group Phase 1/Phase 2) 
r) wav (Waveform Audio Format) 
s) mp2/mp3 (MPEG-1 Audio Layer 2/Layer 3) 
t) isdoc/isdocx (Information System Document) verze 5.2 a vyšší (12). 
 
 
 
 
 
 
  
Příloha č. 2 
Výčet softwaru používaného na MěÚ Chrudim rozdělený dle odborů: 
1. Útvar interního auditu a kontroly (IAK) 
- VITA, FENIX, CITYWARE 
2. Odbor kanceláře tajemníka (OKT) 
- VITA, FENIX, CITYWARE, YAMACO, ODYSEA 
3. Odbor finanční (OFN) 
- FENIX, CITYWARE 
4. Odbor investic (OIN) 
- GS Web 
5. Odbor správy majetku (OSM) 
- CITYWARE, STARLIT 
6. Odbor územního plánování a regionálního rozvoje (ÚPR) 
- FENIX, AUTOCAD 
7. Odbor školství, kultury, sportu a památkové péče (OŠK) 
- VITA, Rejstřík škol 
8. Odbor správní (OSP) 
- VITA, CITYWARE 
9. Odbor životního prostředí (OŽP) 
- VITA, EVI, ESPI (evidence správních rozhodnutí), RES (rejstřík 
ekonomických subjektů), YAMACO, HELETAX 
10. Odbor dopravy (ODP) 
- VITA, ELIŠKA 
11. Stavební odbor (STO) 
- VITA, GIS 
12. Obecní živnostenský úřad (OŽÚ) 
- CITYWARE, Registr živnostenského podnikání, Evidence 
zemědělských podnikatelů 
13. Odbor sociální péče a zdravotnictví (SVZ) 
- CITYWARE, FENIX 
