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Cisco: es una empresa de origen estadounidense, fabricante de dispositivos para 
redes locales y externas, también presta el servicio de soluciones de red, su objetivo 
es conectar a todos y demostrar las cosas asombrosas que se pueden lograr con 
una visión clara del futuro.  
 
CCNP: son las siglas en ingles Cisco Certified Networking Professional 
(profesional certificado en redes Cisco). 
 
Packet Tracer de Cisco: es un programa de simulación de redes que permite a los 
estudiantes experimentar el comportamiento de la red. 
 
Configuración: es la organización de los diferentes elementos que constituyen 
algo, otorgándole su forma y sus características. La idea de configuración suele 
emplearse en el ámbito de la informática y de la electrónica. 
 
Conmutación: se considera como la acción de establecer una vía, un camino, de 
extremo a extremo entre dos puntos, un emisor y un receptor a través de nodos o 
equipos de transmisión. La conmutación permite la entrega de la señal desde el 
origen hasta el destino requerido. 
 
Electrónica: es la rama de la física y especialización de la ingeniería, que estudia 
y emplea sistemas cuyo funcionamiento se basa en la conducción y el control del 
flujo de los electrones u otras partículas cargadas eléctricamente. 
 
Enrutamiento: es el proceso que permite que los paquetes IP enviados por el host 
origen lleguen al host destino de forma adecuada. 
 
Protocolos de Red: Son los procedimientos que se encuentran definidos o 
estandarizados para el uso y configuración adecuada de una red con el fin de que 
funcione de la mejor manera posible dependiendo de su topología, cantidad de 
dispositivos en la red y de las necesidades de funcionamiento de la red. 
 
Redes: Se denominan redes de transmisión de datos al conjunto formado por los 
equipos y los medios físicos y lógicos que permiten la comunicación de información 
entre diferentes usuarios a cualquier distancia que se encuentren. Estas redes 
pueden ser de ámbito local (LAN) o de ámbito global (WAN). 
 
 
Topología de red: se define como el mapa físico o lógico de una red para 
intercambiar datos. En otras palabras, es la forma en que está diseñada la red, sea 








El presente trabajo, contiene la información del módulo necesario para obtener la 
certificación CCNP (profesional certificado en redes Cisco), aplicando los 
conocimientos en electrónica y telecomunicaciones, para el diseño de 2 escenarios, 
los cuales incluyen la implementación, elaboración, configuración y emulación de 
las topologías de redes de comunicaciones. Estos escenarios se elaboraron 
utilizando los programas Packet Tracer y GNS3, los cuales nos ayudan a emular 
diferentes infraestructuras de redes que son muy comunes de encontrar en 
empresas locales y multinacionales.  
 
En el primer escenario, se utiliza el software Packet Tracer para el diseño de la 
topología de red que contiene 5 enrutadores de referencia 1941 marca cisco, que 
contienen las características esenciales para el diseño del escenario planteado, se 
realiza el procedimiento de configuración implementando los protocolos de 
enrutamiento establecidos como OSPF y EIGRP, que son los idóneos para 
especificar la comunicación entre los enrutadores, a cada equipo le brindamos un 
nombre, asignándole una dirección IP y características especiales a cada 
dispositivo. También se implementan comandos como show ip route y show R, para 
que son utilizados para emular y así evidenciar el correcto encaminamiento y 
configuración de los equipos. 
 
Para el segundo escenario, se utiliza el software GNS3 para el diseño de la 
topología de red que contiene 5 conmutadores marca cisco y 4 estaciones de 
trabajo, que están interconectados entre si cada uno, en este caso se implementan 
equipos de capa 3, a los cuales, se asignan protocolos de conmutación como LACP 
y PAgP para la creación de los canales ethernet, también se anexan direcciones 
IP, se genera la creación de redes vlan, se genera el encapsulamiento de troncales 
con protocolos como VPT y se asignan comandos como vty, modo servidor y 
cliente. Así mismo, se utilizan los comandos idóneos para su emulación, tales como 












This work contains the information of the module necessary to obtain the CCNP 
certification (certified professional in Cisco networks), applying the knowledge in 
electronics and telecommunications, for the design of 2 scenarios, which include the 
implementation, elaboration, configuration and emulation of communication network 
topologies. These scenarios were developed using the Packet Tracer and GNS3 
programs, which help us to emulate different network infrastructures that are very 
common to find in local and multinational companies. 
 
In the first scenario, the Packet Tracer software is used for the design of the network 
topology that contains 5 cisco 1941 reference routers, which contain the essential 
characteristics for the design of the proposed scenario, the configuration procedure 
is carried out implementing the protocols of routing established as OSPF and 
EIGRP, which are the ideal ones to specify the communication between the routers, 
to each equipment we give a name, assigning an IP address and special 
characteristics to each device. Commands such as show ip route and show R are 
also implemented, so that they are used to emulate and thus demonstrate the correct 
routing and configuration of the equipment. 
 
For the second scenario, the GNS3 software is used for the design of the network 
topology that contains 5 Cisco brand switches and 4 workstations, which are 
interconnected each one, in this case layer 3 equipment is implemented, to which, 
switching protocols such as LACP and PAgP are assigned for the creation of the 
ethernet channels, IP addresses are also attached, the creation of vlan networks is 
generated, the encapsulation of trunks with protocols such as VPT is generated and 
commands such as vty are assigned, server and client mode. Likewise, the ideal 
commands for emulation are used, such as show to emulate the vlan, the interfaces, 






















El presente trabajo individual, se realiza con el objetivo de dar cumplimiento con la 
temática del diplomado CCNP, implementando los conocimientos obtenidos sobre 
la configuración de dispositivos acordes a los protocolos establecidos por la marca 
Cisco, que a su vez, son utilizados para el diseño y soporte técnico de la 
infraestructura de redes de comunicaciones locales y externas. En el siguiente 
trabajo, se diseñan 2 topologías de redes, cada una con equipos, características y 
protocolos diferentes, se anexaran las evidencias de la configuración y de emulación 
a través de los comandos sugeridos en la guía, de tal manera que arrojen los 
resultados obtenidos en cada una de las preguntas. 
 
En el primer escenario, se diseña la topología de red utilizando el programa Packet 
Tracer, donde se realiza la configuración de 5 enrutadores de referencia 1941, se 
utilizan los protocolos de enrutamiento establecidos para la comunicación como son 
OSPF y EIGRP, se genera la configuración de las interfaces de la red establecidas 
en cada enrutador, la conectividad con el cableado idóneo, la asignación de las 
direcciones IP según el procedimiento, el uso adecuado de los comandos 
compatibles con el programa, la creación de interfaces, que contaran con un control 
de tiempo en modo clock rate. Para evidenciar la correcta configuración de la 
topología de red, se utilizan el comando show ip route, de tal manera que arroje en 
cada enrutador los resultados esperados.  
 
En el segundo escenario, se diseña la topología de red utilizando el programa 
GNS3, donde se implementaran las configuraciones de las interfaces de los 
conmutadores de capa 3, que van conectados entre sí y cada uno emite información 
a una estación de trabajo individual, para la configuración de los dispositivos se 
utilizan los protocolos de comunicación tales como LACP y PAgP idóneos para la 
creación de canales, y protocolos de encapsulamiento de troncales como VTP, la 
asignación de las direcciones IP, se utilizan comandos como vty, también se crean 
las redes vlan en modo servidor y cliente que faciliten su comunicación. Para validar 
su correcta configuración y funcionamiento se utiliza el comando show para emular 






















                         DESARROLLO 
 
 
Se realiza a través del programa Packet Tracer la simulación del escenario 1, 
La cual contiene 5 enrutadores que se encuentra conectados y configurados 
acorde a los lineamientos del trabajo. 
 
 




1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para los 
routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los 
routers. Configurar las interfaces con las direcciones que se muestran en la 
topología de red. 
 
 
Se proceden a configurar los enrutadores 1, 2, 3, 4 y 5, se asignan nombres y 








R1(config-if)#ip address 10.113.12.1 255.255.255.0 
R1(config-if)#clock rate 64000 
R1(config-if)#no shutdown 
R1(config-if)#exit 
R1(config)#router ospf 1 
R1(config-router)#router-id 10.1.1.1 
R1(config-router)# network 10.113.12.0 0.0.0.255 area 5 
R1(config-router)#end 





R2(config)#no ip domain-lookup  
R2(config)# line con 0 
R2(config-line)# logging synchronous 
R2(config-line)#interface serial0/0/0 
R2(config-if)#ip address 10.113.12.2 255.255.255.0  
R2(config-if)#no shutdown 
R2(config)#interface serial0/0/1 
R2(config-if)#ip address 10.113.13.1 255.255.255.0  
R2(config-if)#no shutdown 
R2(config-if)#exit 
R2(config)#router ospf 1 
R2(config-router)#router-id 10.2.2.2 
R2(config-router)#network 10.113.12.0 0.0.0.255 area 5 
R2(config-router)#network 10.113.13.0 0.0.0.255 area 5 
R2(config-router)#end 






R3(config-if)#ip address 10.113.13.2 255.255.255.0 
R3(config-if)#clock rate 64000 
R3(config-if)#no shutdown  
R3(config-if)#interface serial0/0/1 





R3(config)#router ospf 1 
R3(config-router)#router-id 10.3.3.3 
R3(config-router)#network 10.113.13.0 0.0.0.255 area 5 
R3(config-router)#network 172.19.34.0 0.0.0.255 area 5 
R3(config-router)#exit 
R3(config)#router eigrp 15 
R3(config-router)#network 172.19.34.0 0.0.0.255  
R3(config-router)#no auto-summary 
R3(config-router)#end 






R4(config-if)#ip address 172.19.34.2 255.255.255.0  
R4(config-if)#no shutdown 
R4(config-if)#interface serial0/0/1 
R4(config-if)#ip address 172.19.45.1 255.255.255.0  
R4(config-if)#no shutdown 
R4(config-if)#exit 
R4(config)# router eigrp 15 
R4(config-router)#network 172.19.34.0 0.0.0.255  
R4(config-router)# 
R4(config-router)#network 172.19.45.0 0.0.0.255  
R4(config-router)#no auto-summary 
R4(config-router)#end 






R5(config-if)#ip address 172.19.45.2 255.255.255.0  
R5(config-if)#clock rate 64000 
R5(config-if)#no shutdown  
R5(config-if)#exit 
R5(config)#router eigrp 15 
R5(config-router)#network 172.19.45.0  
R5(config-router)#no auto-summary 
R5(config-router)#end 




2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 10.1.0.0/22 y configure esas interfaces para participar en el área 5 
de OSPF. 
 
Se procede a configurar el enrutador R1. 
 
R1#conf t 
R1(config-if)#interface Loopback 11 
R1(config-if)#ip address 10.1.11.1 255.255.255.252 
R1(config-if)#exit 
R1(config)#interface Loopback 12 
R1(config-if)#ip address 10.1.12.1 255.255.255.252 
R1(config-if)#exit 
R1(config)#interface Loopback 13 
R1(config-if)#ip address 10.1.13.1 255.255.255.252 
R1(config-if)#exit 
R1(config)#interface Loopback 14 
R1(config-if)#ip address 10.1.14.1 255.255.255.252 
R1(config-if)#exit 
R1(config)#interface Loopback 15 
R1(config-if)#ip address 10.1.15.1 255.255.255.252 
R1(config-if)#exit 
R1(config)#router ospf 1  
R1(config-router)#router-id 10.1.1.1 
R1(config-router)#network 10.1.0.0 0.0.255.255 area 5  
R1(config-router)#end 
R1#copy running-config startup-config 
 
 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 15. 
 
Se procede a configurar el enrutador R5. 
 
R5(config)#interface Loopback 16 
R5(config-if)#ip address 172.5.16.1 255.255.255.252 
R5(config-if)#exit 
R5(config)#interface Loopback 17 
R5(config-if)#ip address 172.5.17.1 255.255.255.252 
R5(config-if)#exit 
R5(config)#interface Loopback 18 
R5(config-if)#ip address 172.5.18.1 255.255.255.252 
R5(config-if)#exit 
R5(config)#interface Loopback 19 
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R5(config-if)#ip address 172.5.19.1 255.255.255.252 
R5(config-if)#exit 
R5(config)# router eigrp 15  
R5(config-router)# network 172.5.0.0 0.0.255.255 
R5(config-router)#end 
R5#copy running-config startup-config 
 
 
4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
 
Se realiza la prueba en el R3 con el comando show ip route, el cual arroja la 
condición de conectividad del enrutador, evidencia las direcciones IP asignadas.  
 
R3>en 
R3#show ip route 
 
 
Figura 3. Comando show ip route en R3 
 
 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo. 
 
Se configura el enrutador R3, asignando los protocolos OSPF 5 y EIGRP 15, 




R3(config)#router ospf 1 
R3(config-router)#redistribute eigrp 15 metric 50000 subnets 
R3(config-router)#exit 
R3(config)#router eigrp 15 
R3(config-router)#redistribute ospf 1 metric 1544 20000 255 1 1500 
R3(config-router)#end 
R3#copy running-config startup-config 
 
 
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en 
su tabla de enrutamiento mediante el comando show ip route. 
 




R1#show ip route 
 
 
Figura 4. Comando show ip route en R1 
 
R5>en 






Figura 5. Comando show ip route en R5 
 
 
En R1, se realizan pruebas con el comando show ip OSPF database. 
 
R1#show ip OSPF database 
 
 
Figura 6. Comando show ip OSPF database en R1 
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En R5, se realizan pruebas con el comando show ip EIGRP topology. 
 
 
R5#show ip EIGRP topology 
 




Figura 8. Parte 2 Comando show ip EIGRP topology en R5 
 
 
Se realizan pruebas de comunicación entre los enrutadores R1 y R5, realizando el 








Figura 10. Comando ping a la ip loopback de R1 
 
 
Se evidencia la configuración general de los enrutadores R1 y R5, mediante el 






















Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que forman 
parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte del 
escenario propuesto. 
 
Topología de red 
 
 












                         DESARROLLO 
 
 
Se realiza a través del programa GNS3 la simulación del escenario 2, la cual 
contiene 4 conmutadores de capa 3 y 4 estaciones de trabajo, que se encuentran 
conectados y configurados acorde a los lineamientos del trabajo. 
 
 
Figura 14.Topologia segundo escenario simulado en GNS3 
 
 
Parte 1: Configurar la red de acuerdo con las especificaciones. 
 
a. Apagar todas las interfaces en cada switch. 
Se ingresa a cada switch, se genera el comando del rango de interfaces, que para 
Ethernet va de 0/0 a 3/3, y para apagarlas se asigna el comando shutdown. 
  
DLS1#conf t 





















b. Asignar un nombre a cada switch acorde con el escenario establecido.  










c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
LACP. Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y para DLS2 
utilizará 10.12.12.2/30. 
 
Se realiza la configuración de los switch DLS1 y DLS2, asignando los comandos de 
rango de interfaces, protocolo de canal, grupo de canal y dirección IP. 
 
DLS1(config)#interface range e3/1-2 
DLS1(config-if-range)#channel-protocol lacp 
DLS1(config-if-range)#channel-group 12 mode active 
DLS1(config-if-range)#no sh 
DLS1(config)#interface port-channel 12 
DLS1(config-if)#no switchport 





DLS2(config)#interface range e3/1-2 
DLS2(config-if-range)#channel-protocol lacp 
DLS2(config-if-range)#channel-group 12 mode active 
DLS2(config-if-range)#no sh 
DLS2(config)#interface port-channel 12 
DLS2(config-if)#no switchport 




2) Los Port-channels en las interfaces e1/1 y e1/2 utilizarán LACP. 
El protocolo LACP en los 4 conmutadores, permite crear los canales de ethernet. 
 
DLS1#conf t 
DLS1(config)#interface range e1/1-2 
DLS1(config-if-range)#channel-protocol lacp 
DLS1(config-if-range)#channel-group 1 mode active 
DLS1(config-if-range)#no sh 




ALS1(config)#interface range e1/1-2 
ALS1(config-if-range)#channel-protocol lacp 
ALS1(config-if-range)#channel-group 1 mode active 
ALS1(config-if-range)#no sh 




DLS2(config)#interface range e1/1-2 
DLS2(config-if-range)#channel-protocol lacp 
DLS2(config-if-range)#channel-group 2 mode active 
DLS2(config-if-range)#no sh 




ALS2(config)#interface range e1/1-2 
ALS2(config-if-range)#channel-protocol lacp 
ALS2(config-if-range)#channel-group 2 mode active 
ALS2(config-if-range)#no sh 




3) Los Port-channels en las interfaces e2/1 y e2/2 utilizará PAgP. 
El protocolo PAgP en los 4 conmutadores, permite crear los canales de ethernet. 
 
DLS1#conf t 
DLS1(config)#interface range e2/1-2 
DLS1(config-if-range)#channel-protocol pagp 
DLS1(config-if-range)#channel-group 4 mode desirable 
DLS1(config-if-range)#no sh 




ALS2(config)#interface range e2/1-2 
ALS2(config-if-range)#channel-protocol pagp 
ALS2(config-if-range)#channel-group 4 mode desirable 
ALS2(config-if-range)#no sh 




DLS2(config)#interface range e2/1-2 
DLS2(config-if-range)#channel-protocol pagp 
DLS2(config-if-range)#channel-group 3 mode desirable 
DLS2(config-if-range)#no sh 




ALS1(config)#interface range e2/1-2 
ALS1(config-if-range)#channel-protocol pagp 
ALS1(config-if-range)#channel-group 3 mode desirable 
ALS1(config-if-range)#no sh 




4) Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN 
nativa. 
 
Se realiza el protocolo de encapsulamiento y asignación de la vlan nativa. 
 
DLS1(config)#interface range e1/1-2, e2/1-2, e3/1-2 
DLS1(config-if-range)#switchport trunk encap dot1q 
DLS1(config-if-range)#switchport trunk native vlan 500 
26 
 
DLS1(config-if-range)#switchport mode trunk 
DLS1(config-if-range)#switchport nonegotiate 
DLS1(config-if-range)# no sh 
DLS1(config-if-range)#exit 
 
DLS2(config)#interface range e1/1-2, e2/1-2, e3/1-2 
DLS2(config-if-range)#switchport trunk encap dot1q 
DLS2(config-if-range)#switchport trunk native vlan 500 
DLS2(config-if-range)#switchport mode trunk 
DLS2(config-if-range)#switchport nonegotiate 
DLS2(config-if-range)# no sh 
DLS2(config-if-range)#exit 
 
ALS1(config)#interface range e1/1-2, e2/1-2, e3/1-2 
ALS1(config-if-range)#switchport trunk encap dot1q 
ALS1(config-if-range)#switchport trunk native vlan 500 
ALS1(config-if-range)#switchport mode trunk 
ALS1(config-if-range)#switchport nonegotiate 
ALS1(config-if-range)# no sh 
ALS1(config-if-range)#exit 
 
ALS2(config)#interface range e1/1-2, e2/1-2, e3/1-2 
ALS2(config-if-range)#switchport trunk encap dot1q 
ALS2(config-if-range)#switchport trunk native vlan 500 
ALS2(config-if-range)#switchport mode trunk 
ALS2(config-if-range)#switchport nonegotiate 




d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3. 
 
1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321. 
 
Se asigna el nombre de dominio y la contraseña establecida a los conmutadores 
DLS1, ALS1 y ALS2. 
 
DLS1#conf t 
DLS1(config)#vtp domain CISCO 




ALS1(config)#vtp domain CISCO 






ALS2(config)#vtp domain CISCO 




2) Configurar DLS1 como servidor principal para las VLAN. 
 
Se asigna el comando vtp mode server para su configuración.  
 
DLS1#conf t 




3) Configurar ALS1 y ALS2 como clientes VTP. 
 
Se configuran los conmutadores en modo cliente con el comando vtp mode client. 
 
ALS1#conf t 




ALS2(config)#vtp mode client 
ALS2(config)#end 
 
e. Configurar en el servidor principal las siguientes VLAN: 
 
 
Tabla 1. Configuración de vlan 
 
 































f. En DLS1, suspender la VLAN 434. 
 






g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1.  
 
Se configuran en DLS2 las vlan con el comando vtp mode transparent. 
 
DLS2(config)#vtp versión 2 













DLS2(config-vlan)#name MULTIMEDIA  
DLS2(config-vlan)#exit 
DLS2(config)#vlan 434 
DLS2(config-vlan)#name PROVEEDORES  
DLS2(config-vlan)#exit 
DLS2(config)#vlan 123 
DLS2(config-vlan)#name SEGUROS  
DLS2(config-vlan)#exit 
DLS2(config)#vlan 1010 
DLS2(config-vlan)#name VENTAS  
DLS2(config-vlan)#exit 
DLS2(config)#vlan 3456 




h. Suspender VLAN 434 en DLS2.  
 






i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red. 
 








 j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 1010, 
1111 y 3456 y como raíz secundaria para las VLAN 123 y 234.  
 




DLS1(config)#spanning-tree vlan 1 root primary  
DLS1(config)#spanning-tree vlan 12 root primary 
DLS1(config)#spanning-tree vlan 434 root primary 
DLS1(config)#spanning-tree vlan 500 root primary 
DLS1(config)#spanning-tree vlan 1010 root primary 
 
DLS1(config)#spanning-tree vlan 1111 root primary 
DLS1(config)#spanning-tree vlan 3456 root primary  
DLS1(config)#spanning-tree vlan 123 root secondary  
DLS1(config)#spanning-tree vlan 234 root secondary  
 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como una 
raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456.  
 
Se utiliza el comando spanning-tree para la configuración de las vlan. 
 
DLS2#conf t 
DLS2(config)#spanning-tree vlan 123 root primary 
DLS2(config)#spanning-tree vlan 234 root primary 
DLS2(config)#spanning-tree vlan 12 root secondary 
DLS2(config)#spanning-tree vlan 434 root secondary  
DLS2(config)#spanning-tree vlan 500 root secondary  
DLS2(config)#spanning-tree vlan 1010 root secondary  
DLS2(config)#spanning-tree vlan 1010 root secondary  
DLS2(config)#spanning-tree vlan 3456 root secondary  
 
 
l. Configurar todos los puertos como troncales de tal forma que solamente las VLAN 
que se han creado se les permitirá circular a través de éstos puertos.  
 
Se encapsulan los puertos troncales con el comando switchport trunk encap dot1q. 
 
DLS1#conf t 
DLS1(config)#interface range e1/1-2, e2/1-2, e3/1-2 
DLS1(config-if-range)#switchport trunk encap dot1q 
DLS1(config-if-range)#switchport trunk native vlan 500 




DLS2(config)#interface range e1/1-2, e2/1-2, e3/1-2 
DLS2(config-if-range)#switchport trunk encap dot1q 
DLS2(config-if-range)#switchport trunk native vlan 500 
31 
 




ALS1(config)#interface range e1/1-2, e2/1-2, e3/1-2 
ALS1(config-if-range)#switchport trunk encap dot1q 
ALS1(config-if-range)#switchport trunk native vlan 500 




ALS2(config)#interface range e1/1-2, e2/1-2, e3/1-2 
ALS2(config-if-range)#switchport trunk encap dot1q 
ALS2(config-if-range)#switchport trunk native vlan 500 




m. Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera: 
 
 
Tabla 2. Asignación de vlan a las interfaces 
 
Se utilizan las siguientes interfaces para remplazar las sugeridas, esto obedece a 
la configuración del software GNS3: 
 
e0/0 para remplazar a Fa0/6 
e0/1 para remplazar a Fa0/15 
e0/2 para remplazar a Fa0/16 
 
DLS1#conf t  
DLS1(config)#interface range e0/0  
DLS1(config-if-range)#switchport access vlan 3456  
DLS1(config-if-range)#no sh  
DLS1(config-if-range)#end 
DLS1#conf t  
DLS1(config)#interface range e0/1  
DLS1(config-if-range)#switchport access vlan 1111 
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DLS1(config-if-range)#no sh  
DLS1(config-if-range)#end 
 
DLS2#conf t  
DLS2(config)#interface range e0/0  
DLS2(config-if-range)#switchport access vlan 12 
DLS2(config-if-range)#no sh 
DLS2(config-if-range)#end 
DLS2#conf t  
DLS2(config)#interface range e0/0  
DLS2(config-if-range)#switchport access vlan 1010 
DLS2(config-if-range)#no sh 
DLS2(config-if-range)#end 
DLS2#conf t  
DLS2(config)#interface range e0/1  
DLS2(config-if-range)#switchport access vlan 1111 
DLS2(config-if-range)#no sh 
DLS2(config-if-range)#end 
DLS2#conf t  
DLS2(config)#interface range e0/2  




ALS1#conf t  
ALS1(config)#interface range e0/0  
ALS1(config-if-range)#switchport access vlan 123  
ALS1(config-if-range)#no sh  
ALS1(config-if-range)#end 
ALS1#conf t  
ALS1(config)#interface range e0/0  
ALS1(config-if-range)#switchport access vlan 1010 
ALS1(config-if-range)#no sh  
ALS1(config-if-range)#end 
ALS1#conf t  
ALS1(config)#interface range e0/1  
ALS1(config-if-range)#switchport access vlan 1111 
ALS1(config-if-range)#no sh  
ALS1(config-if-range)#end 
 
ALS2#conf t  
ALS2(config)#interface range e0/0  
ALS2(config-if-range)#switchport access vlan 234  




ALS2#conf t  
ALS2(config)#interface range e0/1  
ALS2(config-if-range)#switchport access vlan 1111 




Parte 2: conectividad de red de prueba y las opciones configuradas.  
 
a. Verificar la existencia de las VLAN correctas en todos los switches y la asignación 
de puertos troncales y de acceso.  
 





Figura 15. Show vlan en DLS1 
 
Se validan los puertos de DLS1 con el comando show ip interface brief. 
 





Figura 16. Show ip interface brief en DLS1 
 
 
Se valida la configuración del conmutador DLS1 con el comando show vtp status. 
 
DLS1# show vtp status 
 
 
Figura 17. Show vtp status en DLS1 
 
 







Figura 18.Show vlan en DLS2 
 
Se validan los puertos de DLS2 con el comando show ip interface brief. 
 
DLS2# show ip interface brief  
 
 
Figura 19. Show ip interface brief en DLS2 
 
Se valida la configuración del conmutador DLS2 con el comando show vtp status. 
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DLS2# show vtp status 
 
 
Figura 20. Show vtp status en DLS2 
 
 





Figura 21. Show vlan en ALS1 
 
Se validan los puertos de ALS1 con el comando show ip interface brief. 
 





Figura 22. Show ip interface brief en ALS1 
 
Se valida la configuración del conmutador ALS1 con el comando show vtp status. 
 
ALS1# show vtp status 
 
 
Figura 23. Show vtp status en ALS1 
 







Figura 24. Show vlan ALS2 
 
 
Se validan los puertos de ALS2 con el comando show ip interface brief. 
 
ALS2# show ip interface brief  
 
 
Figura 25. Show ip interface brief en ALS2 
 
Se valida la configuración del conmutador ALS2 con el comando show vtp status. 
 





Figura 26. Show vtp status en ALS2 
 
 
b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente. 
 













Figura 28. Show Etherchannel en ALS1 
 
 
c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada VLAN. 
 


















Figura 31. Show spanning-tree en DLS2 
 
 








La importancia del cumplimiento de los trabajos realizados en cada una de las fases 
del diplomado CCNP, aportaron conocimientos esenciales para la implementación 
y configuración de topologías de red, como la diseñada en el escenario 1 realizado 
en el programa Packet Tracer, que demuestran la importancia del uso de los 
protocolos idóneos como EIGRP y OSPF, que son fundamentales para la 
comunicación de los enrutadores. 
 
Cabe resaltar que la topología diseñada, se asimila a la red WAN de una empresa 
nacional, que tiene sedes en diversas ciudades, las cuales requieren mantener una 
configuración idónea, para que su comunicación sea oportuna, garantizando la 
excelente continuidad del servicio de comunicaciones.  
 
El desarrollo del segundo escenario, evidencia el conocimiento que se adquirió en 
la fase final, donde se realizó la administración de una red con equipos de capa 3, 
configurando las redes VLANs, los canales ethernet y las direcciones IP, utilizando 
los protocolos establecidos como como LACP y PAgP. 
 
La importancia de utilizar un programa como GNS3 para el diseño de la topología 
de red, demuestra que una red local se puede interconectar entre sí, utilizando 
protocolos como VPT y los comandos acordes al procedimiento, logrando 
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