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Περίληψη 
 
Τα δίκτυα τέταρτης γενιάς (4G) αναµένεται να προσφέρουν στους χρήστες όλα 
όσα δεν κατάφεραν να δώσουν τα προηγούµενα δίκτυα. Θα προσφέρουν 
υπηρεσίες πολυµέσων µε αλληλεπίδραση µε το χρήστη, ασύρµατο Internet, 
υψηλότερους ρυθµούς µετάδοσης δεδοµένων, εξαιρετική ποιότητα παροχής 
υπηρεσιών (QoS), παγκόσµια κινητικότητα και φορητότητα υπηρεσιών σε χαµηλό 
κόστος. Ακόµη θα παρέχουν συµβατότητα µε τα διαφορετικά νέα και παλαιά κινητά και 
ασύρµατα δίκτυα. Η τέταρτη γενιά ασύρµατων δικτύων πρόκειται να δηµιουργήσει ένα 
παγκόσµιο ετερογενές δίκτυο, το οποίο θα ενσωµατώσει τα δίκτυα 2ης και 3ης γενιάς. 
 
 
Σκοπός της εργασίας 
 
Ο σκοπός της εργασίας είναι να γίνει µια διερεύνηση των πρωτοκόλλων και τεχνολογιών 
που έχουν προταθεί για τα ασύρµατα συστήµατα 4ης γενιάς και να παρουσιασθεί µια 
συγκριτική αξιολόγηση µε προηγούµενες αρχιτεκτονικές (3G, 2,5G, 2G) ψηφιακών 
συστηµάτων κινητής επικοινωνίας. Ακόµη θα γίνει ανάλυση των 
παραµέτρων/δυνατοτήτων σύγκλισης των ∆ικτύων Κινητής Τηλεφωνίας και των 
Ασύρµατων ∆ικτύων ∆εδοµένων σε ένα ενιαίο δίκτυο (All-IP Convergence). 
 
Λέξεις Κλειδιά 
 
4G, All – IP, QoS, ασφάλεια,  υπηρεσίες 4G 
 
 
∆οµή της εργασίας 
Στο 1ο Κεφάλαιο γίνεται µια σύντοµη παρουσίαση του στόχου σε επίπεδο τεχνολογιών 
και υπηρεσιών, δηλαδή των αναµενόµενων αποτελεσµάτων των δικτύων 4G ή αλλιώς 
δικτύων Β3G (Beyond 3G) ή τέλος ως All-IP δίκτυα. 
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Στο 2ο Κεφάλαιο γίνεται µια σύντοµη παρουσίαση των ∆ικτύων Κινητής Τηλεφωνίας 
από τις πρώτες του εκδοχές (1G) έως τις πλέον σύγχρονες (3.5G) που έχουν εµφανιστεί 
µέχρι σήµερα. 
Στο 3ο Κεφάλαιο περνάµε πλέον στα Ασύρµατα ∆ίκτυα ∆εδοµένων. Γίνεται µια 
σύντοµη περιγραφή των προτύπων που έχουν καθοριστεί και συγκεκριµένα στα 
πρότυπα ΙΕΕΕ 802.15 Wireless Personal Area Networks (WPANs), το πρότυπο ΙΕΕΕ 
802.11 Wireless Local Area Networks (WLANs), το πρότυπο ΙΕΕΕ 802.16 Wireless 
Metropolitan Area Networks (WMANs) ή αλλιώς γνωστότερο ως WiΜΑΧ και τέλος το 
πρότυπο ΙΕΕΕ 802.20 Wireless Wide Area Networks (WWANs) ή διαφορετικά Mobile 
Broadband Wireless Access (MWBA). 
Στο 4ο Κεφάλαιο παρουσιάζονται µεθοδολογίες υλοποίησης της ενοποίησης µεταξύ 
δικτύων των δύο κατηγοριών και συγκεκριµένα παραδείγµατα διαλειτουργικότητας όπως 
µεταξύ GPRS ή UMTS και WLANs ή µεταξύ UMTS και WiMAX. Γίνεται ακόµη 
εκτενής αναφορά γύρω από τα προβλήµατα που θα πρέπει να αντιµετωπιστούν, όπως η 
εξασφάλιση ανεκτού επιπέδου QoS, οι µηχανισµοί για handover µεταξύ των δικτύων κ.α. 
Στο τελευταίο τµήµα του Κεφαλαίου γίνεται µια εκτενής αναφορά στις αρχιτεκτονικές 
διασύνδεσης ετερογενών δικτύων µε ΙΡ δίκτυα κορµού, τα γνωστά All-IP networks. 
Ακολουθούν τα συµπεράσµατα και η βιβλιογραφία της εργασίας. 
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ΚΕΦΑΛΑΙΟ 1 
ΑΣΥΡΜΑΤΑ ∆ΙΚΤΥΑ ΕΠΙΚΟΙΝΩΝΙΩΝ 4ης ΓΕΝΙΑΣ 
 
1.1 ΕΙΣΑΓΩΓΗ 
 
Στο 1ο Κεφάλαιο γίνεται µια σύντοµη παρουσίαση του στόχου σε επιπέδου τεχνολογιών 
αλλά και υπηρεσιών, δηλαδή των αναµενόµενων αποτελεσµάτων αυτών των δικτύων 
νέας γενιάς, στα οποία έχουµε συνηθίσει να αναφερόµαστε ως δίκτυα 4G ή δίκτυα B3G 
(Beyond 3G) ή τέλος ως All-IP ασύρµατα δίκτυα. Συγκεκριµένα γίνεται µια σύντοµη 
αναδροµή στις γενιές των δικτύων κινητής τηλεφωνίας, καθώς επίσης και στα αντίστοιχα 
σύγχρονα δίκτυα δεδοµένων, και επισηµαίνονται οι ανάγκες που οδηγούν στα δίκτυα 4ης 
γενιάς καθώς και τα προβλεπόµενα χαρακτηριστικά τους, µε στόχο να διαφανεί η ανάγκη 
για ενοποίηση όλων των επιµέρους ετερογενών ασύρµατων δικτύων σε µια κοινή 
αρχιτεκτονική που θα βασίζεται στο IP.  
 
1.2 Η ΑΝΑΓΚΗ ΓΙΑ ΤΑ ∆ΙΚΤΥΑ ΤΕΤΑΡΤΗΣ ΓΕΝΙΑΣ 
 
Η σηµερινή εξέλιξη στις τεχνολογίες των δικτύων κινητών επικοινωνιών ήταν κάτι που 
πολύ δύσκολα θα το φανταζόµασταν κάποια χρόνια πριν. Σήµερα η διείσδυση της 
κινητής τηλεφωνίας καταγράφει ποσοστά που σε πολλές χώρες ξεπερνούν το 50%, 
φθάνοντας έτσι ή ακόµη και ξεπερνώντας τα αντίστοιχα ποσοστά διείσδυσης της 
παραδοσιακής σταθερής τηλεφωνίας στον πληθυσµό.  
Ακόµη πιο ενδιαφέρουσα είναι όµως η παρατήρηση ότι στην πλειοψηφία των 
περιπτώσεων µιλάµε για ∆ίκτυα 2ης Γενιάς, δηλαδή για δίκτυα που επικεντρώνονται στην 
µετάδοση φωνής και µικρού µήκους µηνυµάτων. Οι υπηρεσίες κινητής τηλεφωνίας 
δεύτερης γενιάς (2G) οι οποίες στηρίχθηκαν στο πρότυπο GSM, παρείχαν στο χρήστη 
αµφίδροµη φωνητική επικοινωνία ισοδύναµου εύρους ζώνης ψηφιακών δεδοµένων 
περίπου 4 - 40 kbps. 
Λίγο πριν τη µετάβαση στην επόµενη γενιά (3G), οι κινητές επικοινωνίες πέρασαν από 
το στάδιο της µετάδοσης ψηφιακών δεδοµένων σε σχετικά υψηλότερες ταχύτητες π.χ. µε 
τις υπηρεσίες GPRS (General Packet Radio Service), EDGE (Enhanced Data for GSM 
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Evolution) και HSCSD (High Speed Circuit Switched Data). Η γενιά αυτή έµεινε γνωστή 
ως γενιά 2.5G, δηλαδή αποτέλεσε ένα ενδιάµεσο στάδιο µεταξύ 2G και  3G και 
προέβλεπε εύρος ζώνης ανά χρήστη από  56 Kbps έως 384 Kbps.  
Στις µέρες µας βρίσκεται σε πλήρη εξέλιξη η τρίτη γενιά κινητών επικοινωνιών (3G), 
γνωστή ως  UMTS (Universal Mobile Telecommunication System) στην Ευρώπη και 
CDMA2000 (Code Division Multiple Access) στην Αµερική. Στα δίκτυα 3G 
προβλέπεται εύρος ζώνης ανά χρήστη από  384 Kbps έως 2 Μbps και δυνατότητα 
µετάδοσης πολυµεσικής πληροφορίας, δηλαδή κινούµενης εικόνας σε συνδυασµό µε 
πολυκάναλο ήχο.  
Πρωτοπόρα προς αυτή την κατεύθυνση υπήρξε η Ιαπωνία και συγκεκριµένα η εταιρεία 
NTT DoCoMo που ήδη από το 1999 «λάνσαρε» στην αγορά το περίφηµο i-mode, το 
οποίο έδινε τη δυνατότητα σε χρήστες κινητής τηλεφωνίας να συνδέονται στο internet. 
Ουσιαστικά µε την είσοδο αυτής της νέας υπηρεσίας, η εταιρεία κατάφερε να 
προσελκύει καθηµερινά 50 χιλιάδες χρήστες. Μια άλλη καινοτόµα τεχνολογία που έκανε 
την εµφάνιση της το 2004 ήταν η υπηρεσία mobile TV που βασίζεται στην τεχνολογία 
DVB-H (Digital Video Broadcasting – Handheld). Το αποτέλεσµα της εισαγωγής των 
παραπάνω αλλά και άλλων υπηρεσιών στην αγορά κινητής τηλεφωνίας, είχε ως 
αποτέλεσµα σήµερα οι αντίστοιχοι χρήστες να ανέρχονται σε περίπου 1.5 
δισεκατοµµύρια. Επίσης αξίζει να σηµειωθεί, ενώ ο ρυθµός αύξησης των συνδροµητών 
του ενσύρµατου τηλεφωνικού δικτύου είναι περίπου 3% το χρόνο, οι χρήστες 
ασύρµατων υπηρεσιών αυξάνονται µε ρυθµό περίπου 40%. 
Πάντως οι νέοι συνδροµητές ασύρµατων υπηρεσιών χρησιµοποιούν σχετικά πρωτόγονη, 
αν και ψηφιακή, τεχνολογία στενής ζώνης (narrowband) που παρέχει ρυθµούς µετάδοσης 
πληροφορίας πολύ χαµηλότερους από τις ενσύρµατες τηλεφωνικές γραµµές / ΑDSL.  Η 
µεγάλη ανάγκη για υπηρεσίες Internet, ασύρµατη διανοµή καλωδιακής τηλεόρασης και 
εύκολη και γρήγορη µετακίνηση αρχείων, καθιστά επιτακτική τη χρήση ασύρµατων 
υπηρεσιών ευρείας ζώνης.  
Σε αντίθεση µε τα ενσύρµατα τηλεφωνικά συστήµατα, οι ασύρµατες τηλεπικοινωνιακές 
συνδέσεις είναι εξαιρετικά ευµετάβλητες και υφίστανται γρήγορη εξασθένιση σήµατος, 
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διάδοση πολλαπλών δρόµων  (multipath propagation) εξ’ αιτίας ανακλάσεων, σκέδαση 
από εµπόδια εντός του δρόµου µετάδοσης και µετάθεση συχνοτήτων (frequency shift) 
εξ’ αιτίας της κίνησης. Τα σταθερά ασύρµατα δίκτυα (fixed wireless networks) είναι 
πολύ λιγότερο ευµετάβλητα χρονικά, αν και χαρακτηρίζονται από χρονικές µεταβολές 
που οφείλονται σε αλλαγές στο περιβάλλον λόγω καιρικών συνθηκών ή βλάστησης, σε 
αλλαγές στα επίπεδα παρεµβολής από άλλους χρήστες και σε ηλεκτροµαγνητικό θόρυβο. 
Επιπλέον τα ασύρµατα κανάλια µεταβάλλονται σηµαντικά και ανάλογα µε τη θέση. 
Καθώς ο ποµπός ή ο δέκτης µετακινούνται στο χώρο, τα επίπεδα του σήµατος και η 
επίδραση της µετάδοσης πολλαπλών δρόµων µεταβάλλονται ανάλογα µε τις γεωµετρικές 
µεταβολές στο φυσικό µονοπάτι (physical path). Αυτός ο υψηλός βαθµός 
µεταβλητότητας κάνει τις ασύρµατες επικοινωνίες ριζικά διαφορετικές από τα υπόλοιπα 
τηλεπικοινωνιακά δίκτυα.  
Παρατηρούµε λοιπόν ότι ο δρόµος προς την κατεύθυνση των ασύρµατων υπηρεσιών 
ευρείας ζώνης δεν είναι καθόλου εύκολος, αλλά αντιθέτως παρουσιάζει πολλές 
δυσκολίες. Οι µεγάλοι όµως παίκτες της τηλεπικοινωνιακής αγοράς, βασιζόµενοι στην 
αρχή ότι «Αν δεν το πραγµατοποιήσεις, δεν θα χρησιµοποιηθεί», θεώρησαν ότι οι 
χρήστες θα απαιτήσουν απρόσκοπτη πρόσβαση σε multimedia περιεχόµενο, 
ανεξαρτήτως από την τεχνολογική υποδοµή που θα χρησιµοποιείται σε κάποια δεδοµένη 
στιγµή ή δεδοµένο γεωγραφικό σηµείο.   Συνεπώς, το πρώτο βήµα για την επόµενη γενιά 
κινητών επικοινωνιών, την B3G (Beyond 3G) ή αλλιώς 4G (4th Generation), θα είναι η 
συνένωση και η απρόσκοπτη λειτουργία των ∆ικτύων Κινητής Τηλεφωνίας µε τα 
υπόλοιπα Ασύρµατα ∆ίκτυα ∆εδοµένων.  
Με τον όρο Ασύρµατα ∆ίκτυα ∆εδοµένων εννοούµε τα δίκτυα που βασίζονται στο 
πρωτόκολλο 802.xx, δηλαδή δίκτυα που είναι packet – switched. Πιο συγκεκριµένα, 
εννοούµε τα παρακάτω πρωτόκολλα: 
 
 IEEE 802.15 Wireless Personal Area Networks (WPANs) µε κυριότερους 
εκφραστές τα δίκτυα βασιζόµενα σε Bluetooth και IrDA  
 IEEE 802.11 Wireless Local Area Networks (WLANs) µε σηµαντικότερους 
εκπροσώπους τα WiFi και HyperLan/2  
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 IEEE 802.16 Wireless Metropolitan Area Networks (WMANs) ή αλλιώς 
γνωστότερο ως WiMax 
 IEEE 802.20 Wireless Wide Area Networks (WWANs) ή διαφορετικά Mobile   
Broadband Wireless Access (MWBA).  
Συνεπώς, όπως οι σηµερινοί χρήστες του διαδικτύου, όταν προσπελαύνουν µια σελίδα 
δεν ενδιαφέρονται για τους κόµβους από τους οποίους διέρχεται η σύνδεση τους, αλλά 
ούτε και τη δυναµική διεκπεραίωση όλων των απαιτούµενων διαδικασιών, µε παρόµοιο 
τρόπο µελλοντικά οι ασύρµατες συσκευές θα επιτυγχάνουν συνδεσιµότητα µε το δίκτυο, 
πάντα µε το πιο οικονοµικό τρόπο, ανεξαρτήτως αν αυτό θα γίνει µέσω διάφορων 
ανταγωνιστικών κυτταρικών δικτύων ή άλλων ασύρµατων δικτύων δεδοµένων. Αυτή η 
απαίτηση για «ελαστική» συνδεσιµότητα, θα δηµιουργήσει µε την σειρά της τόσο νέα 
επιχειρηµατικά µοντέλα όσο και νέες ασύρµατες τεχνολογίες. Ήδη στον Ελληνικό χώρο 
παρατηρείται µια αλλαγή στο τηλεπικοινωνιακό τοπίο, καθώς ο ένας πάροχος µετά τον 
άλλο, κάνει σηµαντικές επενδύσεις σε υποδοµή και εξοπλισµό. Τόσο οι πάροχοι κινητής 
τηλεφωνίας όσο και οι πάροχοι σταθεροί τηλεφωνίας, επενδύουν σε υποδοµή για παροχή 
internet αλλά και την παροχή ασύρµατης διασύνδεσης των πελατών τους. ∆ηλαδή το 
τρίπτυχο Κινητή Τηλεφωνία – Σταθερή Τηλεφωνία – Παροχή  Internet, αποτελεί στόχο 
των εταιρειών και προκαλεί την τοποθέτηση  µεγάλων επενδύσεων αλλά και τη 
δηµιουργία νέων «εµπορικών» πακέτων, τα οποία «λανσάρουν» στην αγορά. 
Βέβαια, λόγω του ότι οι επενδύσεις των παρόχων κινητών επικοινωνιών σε υποδοµές 3G 
ήταν και είναι σηµαντικές, τόσο σε φάσµα συχνοτήτων όσο και σε εξοπλισµό, 
αναµένεται ότι η γενιά 3G θα παραµείνει σε φάση ωρίµανσης για περίπου 2-4 ακόµη 
χρόνια. Αυτό σηµαίνει ότι οι τεχνολογίες 4G, θα συνεχίσουν να αναπτύσσονται σε 
πειραµατικό επίπεδο, σε κορυφαία ερευνητικά κέντρα παγκοσµίως.  
Το βασικότερο χαρακτηριστικό του 4G µπορεί να διατυπωθεί µε µία και µόνο λέξη: 
ενοποίηση. Το 4G έχει να κάνει µε την ενοποίηση τερµατικών, δικτύων και εφαρµογών, 
ώστε να ικανοποιήσει τις αυξανόµενες ανάγκες των συνδροµητών. Το 4G θα περιλάβει 
όλα τα συστήµατα από διάφορα δίκτυα, δηµόσια ή ιδιωτικά,  broadband ή προσωπικών 
επικοινωνιών, αλλά και ad-hoc δίκτυα. Θα παρέχει διαλειτουργικότητα µε τα δίκτυα 2G 
και 3G, καθώς επίσης και µε τα ψηφιακά ευρυζωνικά συστήµατα, ενώ θα είναι 
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βασισµένο στο IP πρωτόκολλο, το οποίο θα είναι και ο µηχανισµός ενοποίησης και θα 
παρέχει ασύρµατο Internet. Η ακόλουθη Εικόνα 1 δείχνει τα κύρια χαρακτηριστικά και 
την ενοποίηση των δικτύων. 
Πάντως οι 4G νέες τεχνολογίες κινητής επικοινωνίας που αναµένονται εµπορικά γύρω 
στο 2010, θα παρέχουν τη δυνατότητα ασφαλών και αξιόπιστων «οικουµενικών» 
(ubiquitous), δηλαδή παντού και πάντα, διαθέσιµων υπηρεσιών σε χρήστες 
περιορισµένης ή και µεγάλης κινητικότητας. Οι τεχνολογίες αυτές έχουν δύο βασικές 
συνιστώσες: τις ράδιο – τεχνολογίες 4G (ή τις τεχνολογίες µετάδοσης σήµατος) και τις 
υπηρεσίες 4G, δηλαδή τις εφαρµογές που παρέχονται στον τελικό χρήστη. 
Τέλος ένας άλλος όρος που χρησιµοποιείται για την περιγραφή των δικτύων 4G είναι ο 
MAGIC, δηλαδή Mobile multimedia (κινητά πολυµέσα), Anytime 
anywhere(οποτεδήποτε οπουδήποτε), Global mobility support (παγκόσµια υποστήριξη 
κινητικότητας), Integrated wireless solution (ενοποιηµένη ασύρµατη λύση) και 
Customized personal service (προσωποποιηµένες υπηρεσίες). 
 16 
Εικόνα 1   Επικοινωνία σε περιβάλλον 4G και ενοποίηση των κυτταρικών δικτύων,  
                   των ασύρµατων δικτύων δεδοµένων και των ευρυζωνικών υπηρεσιών.    
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1.3 ΠΡΟΒΛΕΠΟΜΕΝΑ ΧΑΡΑΚΤΗΡΙΣΤΙΚΑ 4G ΤΕΧΝΟΛΟΓΙΑΣ 
Παρακάτω περιγράφονται τα βασικά χαρακτηριστικά από τεχνολογικής απόψεως, 
των µελλοντικών δικτύων 4G. 
1. Υψηλός ρυθµός µετάδοσης πληροφορίας. 
Υψηλότερους ρυθµούς µετάδοσης από τα δίκτυα  3G, µε εύρος τα 20-200  
Mbps.  Τα συστήµατα 3ης γενιάς προσφέρουν µέχρι 2 Mbps σε εσωτερικούς 
χώρους και τουλάχιστον 144 kbps για κινούµενα περιβάλλοντα (vehicular 
environments) ή κινούµενους χρήστες. Ασύρµατα LAN και ασύρµατα 
συστήµατα πρόσβασης ευρείας ζώνης που λειτουργούν στη ζώνη των 5 GHz και 
έχουν αναπτυχθεί στην Ιαπωνία (MMAC), στην Ευρώπη (Hyperlan 2) και στην 
Αµερική (ΙΕΕΕ 802.11) έχουν ταχύτητα µετάδοσης 20-30 Mbps. Η ελάχιστη 
ταχύτητα που έχει τεθεί ως στόχος για τα 4G   συστήµατα θα είναι 10-20 Mbps για 
ακίνητα περιβάλλοντα και 2 Mbps για κινούµενα οχήµατα. 
 
2. Μεγαλύτερη χωρητικότητα και µικρότερο κόστος ανά bit.  
Μεγαλύτερη χωρητικότητα, άρα καλύτερη αξιοποίηση του διαθέσιµου φάσµατος 
και µικρότερο κόστος ανά bit. Η χωρητικότητα των συστηµάτων 3G δεν θα 
είναι αρκετή για να εξυπηρετήσει την εκρηκτικά αυξανόµενη κίνηση των 
πολυµέσων γύρω στο 2010. Η χωρητικότητα για τα 4G συστήµατα πρέπει να είναι 
τουλάχιστον δέκα φορές υψηλότερη από την αντίστοιχη των 3G, ενώ το κόστος 
ανά bit πρέπει να µειωθεί δραµατικά ώστε η χρέωση να µην είναι απαγορευτική. 
 
3. Εξαιρετική ποιότητα παροχής υπηρεσιών (Quality of Service - QoS).  
Τα ασύρµατα συστήµατα χρησιµοποιούν περιορισµένο εύρος συχνοτήτων και 
µεταδιδόµενης ισχύος και υποφέρουν από συµφόρηση. Εποµένως είναι 
απαραίτητο να παρέχεται ικανοποιητικό επίπεδο (QoS), για την υποστήριξη   
διαφορετικών εφαρµογών, ιδιαίτερα αυτών που απαιτούν επεξεργασία δεδοµένων 
σε πραγµατικό χρόνο. 
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3. Υποστήριξη Internet νέας γενιάς.  
Η υποστήριξη πρωτοκόλλων Internet νέας γενιάς (ΙΡv6) και πολύ-µετάδοσης 
(multicasting) είναι σηµαντική ιδιαίτερα για εφαρµογές ηλεκτρονικού εµπορίου. 
 
4. Προσαρµογή της φυσικής και της λογικής πρόσβασης (physical & MAC 
interface) αναλόγως του δικτύου που χρησιµοποιείται κάθε φορά.  
Μέχρι τώρα το λογισµικό που ήταν υπεύθυνο για κάτι τέτοιο (software controlled 
radios), βρισκόταν αποκλειστικά σε µεγάλους Σταθµούς Βάσης, αλλά πλέον θα 
πρέπει να υπάρχει κάτι παρόµοιο και εντός των φορητών συσκευών. Επίσης, 
βασική παράµετρος είναι και η δηµιουργία αλγορίθµων για εξοικονόµηση 
ενέργειας από την µπαταρία της συσκευής. 
 
5. Οµαλή διασύνδεση µε συστήµατα 3G, ασύρµατα δίκτυα υπολογιστών 
(WLAN) και σταθερά δίκτυα.  
Με τη χρήση τεχνολογίας βασισµένης σε πρωτόκολλα Internet (ΙΡ) θα είναι 
δυνατή η οµαλή διασύνδεση διαφορετικών τεχνολογιών. Ως αποτέλεσµα ο κάθε 
χρήστης θα µπορεί να διαλέγει το καλύτερο δίκτυο ανά περίσταση (ανάλογα µε 
το χρόνο, χώρο και κόστος). 
 
6. Καλή χωρική κάλυψη µε µεταβλητή ταχύτητα µετάδοσης.  
Καθώς οι ταχύτητες µετάδοσης αυξάνονται, το απαιτούµενο επίπεδο 
λαµβανοµένου σήµατος θα αυξηθεί ανάλογα. Εξ' αιτίας του γεγονότος ότι η 
επιδιωκόµενη ταχύτητα των συστηµάτων 4G είναι µεγαλύτερη από δύο τάξεις 
µεγέθους σε σχέση µε τα υπάρχοντα συστήµατα, η ακτίνα της κυψέλης θα 
µειωθεί και η κάλυψη στο εσωτερικό των κτιρίων θα υποβαθµιστεί, αν δεν 
προστεθεί ένας µεγάλος αριθµός σταθµών βάσης. Συνεπώς, απαιτούνται 
µικρότερες κυψέλες (cells), για την επίτευξη των ζητούµενων µεγαλύτερων 
ρυθµών µετάδοσης, για τον ίδιο πληθυσµό. Η χρήση συστηµάτων µετάδοσης 
µεταβλητής απόστασης και ταχύτητας (wide-range / variable-speed) είναι αναγκαία 
για ικανοποιητική κάλυψη εσωτερικών χώρων και µετάβαση σε διαφορετική 
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κυψέλη χωρίς προβλήµατα ανεξαρτήτως της τεχνολογίας των συστηµάτων (3G, 
4G). 
 
7. Υψηλότερες χρησιµοποιούµενες συχνότητες.  
Υψηλότερες χρησιµοποιούµενες συχνότητες (µέχρι 5 GHz), µε εύρος   ζώνης 
ραδιοσυχνοτήτων (RF) ανά κανάλι, 20~100 ΜΗz.  
 
8. Χρησιµοποίηση πολλαπλών κεραιών.  
Χρησιµοποίηση πολλαπλών  κεραιών, τόσο στους σταθµούς βάσης όσο και  
στις κινητές συσκευές, µε χρήση του πρωτοκόλλου ορθογώνιας πολυπλεξίας 
συχνότητας, OFDM (Orthogonal Frequency Division Multiplexing), αλλά και άλλων 
µεθόδων.  
 
1.4 ΠΡΟΒΛΕΠΟΜΕΝΑ ΧΑΡΑΚΤΗΡΙΣΤΙΚΑ 4G ΥΠΗΡΕΣΙΩΝ  
Εδώ παρουσιάζονται κάποια από τα βασικά χαρακτηριστικά των 4G υπηρεσιών. 
• Υποστήριξη Ευρυζωνικότητας και multimedia υπηρεσιών. 
• Υψηλή ασφάλεια και ανοχή σφαλµάτων (fault-tolerance) στις επικοινωνίες, 
προσαρµοζόµενη δυναµικά στις απαιτήσεις του κάθε δικτύου και του 
εκάστοτε χρήστη και σε συνδυασµό µε τη βέλτιστη χρήση των πόρων (φάσµα, 
µπαταρία, QoS) της κινητής συσκευής. 
• Συγκεκριµένα, εξατοµικευµένα χαρακτηριστικά ασφάλειας και 
πιστοποιητικά ασφάλειας για κάθε παρεχόµενη υπηρεσία 4G και για κάθε 
κινητή συσκευή. Οποιαδήποτε πρόσβαση θα γίνεται  µόνο εφόσον τα  
πιστοποιητικά πρόσβασης και των δύο πλευρών είναι αµοιβαία αποδεκτά 
(από τον πάροχο της υπηρεσίας και από τον χρήστη). 
• ∆ιασυνδεσιµότητα  παντού, µε πλήθος δικτύων (σταθερά,  κινητά, ad-hoc)  
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και διαφόρων παροχών, µε τρόπο διαφανή για το χρήστη. ∆ηλαδή καθώς ο 
χρήστης µετακινείται, ενώ π.χ. είναι συνδεδεµένος µε το Internet  ή 
συµµετέχει σε video-conference, θα µπορεί να αλλάζει δίκτυα   (UMTS, WiFi, 
Bluetooth, κλπ.)   και   παρόχους,   µε   τρόπο   αυτόµατο,   χωρίς   να διακόπτεται   
η σύνδεση του (seamless handoffs) και ισορροπώντας βέλτιστα µεταξύ 
ασφάλειας, ποιότητας σύνδεσης (QoS) και κόστους της παρεχόµενης υπηρεσίας. 
• Αυτόµατη, έξυπνη και δυναµική διαπραγµάτευση όρων, κριτηρίων και συνθηκών 
πρόσβασης σε διάφορες υπηρεσίες και δίκτυα  (service level agreements, SLA),  
µέσω «λογισµικών πρακτόρων» (software agents). 
• Ανοιχτές αρχιτεκτονικές ανάπτυξης λογισµικού µε επιθυµητή την 
παγκόσµια σύγκλιση σε κοινά standards (πρωτόκολλα και πλατφόρµες 
ανάπτυξης). 
 
1.5  ΥΠΗΡΕΣΙΕΣ ΚΑΙ ΕΦΑΡΜΟΓΕΣ ΤΕΤΑΡΤΗΣ ΓΕΝΙΑΣ 
Κάθε φορά που µια νέα τεχνολογία εισάγεται, γεννιούνται κάποια ερωτήµατα όσον 
αφορά στις υπηρεσίες που αυτή θα προσφέρει. Η τεχνολογία από µόνη της δεν είναι ο 
στόχος αλλά το µέσο για κάποιο στόχο. Και ο στόχος είναι η ανάπτυξη εφαρµογών για 
την πραγµατοποίηση υπηρεσιών που θα γίνουν καθηµερινή συνήθεια και χείρα βοηθείας 
για τους χρήστες. 
Τα ερωτήµατα, λοιπόν, που προκύπτουν είναι ποιες θα είναι οι προσφερόµενες 
υπηρεσίες, αν θα υπάρχουν νέες 4G υπηρεσίες, και τι εν τέλει είναι µια 4G υπηρεσία. 
Έχουν γίνει ήδη αρκετές έρευνες και υπάρχουν εκθέσεις στη διάθεση κάθε 
ενδιαφεροµένου γύρω από το ποιες υπηρεσίες αναµένεται να προσφέρονται. Βέβαια, 
αυτό που µπορεί ν α ειπωθεί µε σιγουριά είναι ότι είναι αδύνατο να προβλεφθούν τα 
τεχνολογικά επιτεύγµατα, η εξέλιξη του πολιτισµού και συνάµα οι ανάγκες των πελατών 
στο µέλλον. 
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Τα κινητά τηλέφωνα 4ης γενιάς θα έχουν ρυθµοαπόδοση 100 Mbps, ισοδύναµη της 
ταχύτητας στις επικοινωνίες των οπτικών ινών. Αναµένεται, λοιπόν, οι χρήστες να έχουν 
τη δυνατότητα να παρακολουθούν µεγάλης ευκρίνειας τηλεόραση στα κινητά τους 
ακόµη και όταν θα βρίσκονται επιβιβασµένοι σε ταχύτατα τρένα. 
Οι υπηρεσίες που προσφέρονται ήδη από τα 3ης γενιάς δίκτυα θα συνεχίσουν να 
προσφέρονται και από την 4η γενιά δικτύων µε σηµαντικές αλλαγές, ωστόσο, στην 
ποιότητα και την ταχύτητα. Υπηρεσίες που µέχρι σήµερα δεν έχουν διαδοθεί ευρέως, 
όπως η τηλεσυνδιάσκεψη, αναµένεται να γνωρίσουν µεγάλη αναγνώριση εξαιτίας της 
καλύτερης ποιότητας που προσφέρουν και της διαφοροποίησής τους ανάµεσα στα 
υπάρχοντα µοντέλα της αγοράς. Ακόµη, η µουσική που αποτελεί ήδη µια ευρέως 
χρησιµοποιούµενη υπηρεσία, θα αποκτήσει ακόµη µεγαλύτερη απήχηση στο κοινό. 
Με τα τωρινά δίκτυα, µόνο µικρά µουσικά κοµµάτια µπορούν να κατεβούν. Τα 4G θα 
βοηθήσουν στο κατέβασµα ολόκληρων τραγουδιών ή µουσικών συλλογών, αλλάζοντας 
την ανταπόκριση της αγοράς σηµαντικά. Μεγάλη άνθηση προβλέπεται να γνωρίσουν και 
τα on-line παιχνίδια, όπως και τα τυχερά παιχνίδια. Γενικότερα, τα 4G θα δώσουν ώθηση 
στο ηλεκτρονικό εµπόριο. 
Τα 4G δίκτυα θα επιτρέψουν πρωταρχικά τη µετάδοση υψηλής ποιότητας video χωρίς 
διακοπές. Το υψηλής ταχύτητας video χωρίς διακοπές και άλλες µορφές δεδοµένων 
µεγάλης ταχύτητας είναι µερικά από τα κύρια οφέλη των 4G και σηµαντικοί λόγοι για τη 
συνεχή ανάπτυξή τους. 4στόσο, υπάρχουν ήδη δίκτυα 3ης γενιάς που προσφέρουν αυτές 
τις υπηρεσίες και το WiMAX υπόσχεται να κάνει το ίδιο. Εποµένως, είναι απαραίτητη 
και αναπόφευκτη η ανάγκη για τα 4G δίκτυα; 
Σύµφωνα µε τους ερευνητές, το όλο θέµα έγκειται στον αριθµό των εγγεγραµµένων 
συνδροµητών και τη γενικότερη ζήτηση για αυτού του είδους τις υπηρεσίες. Τα δίκτυα 
3ης γενιάς δεν µπορούν να υποστηρίξουν πολλούς χρήστες. Η 4η γενιά δικτύων θα είναι 
ικανή να προσφέρει τέτοιου είδους υπηρεσίες σε πολλούς πελάτες. 
Εποµένως, το θέµα είναι το επίπεδο ζήτησης για υπηρεσίες δεδοµένων (data-based). 
Αναµένεται να υπάρχει µεγάλη ποικιλία επιλογής. Κάποιοι χρήστες ίσως επιλέξουν 
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υπηρεσίες video, ορισµένοι ίσως θέλουν να µεταφέρουν εικόνες υψηλής ανάλυσης και 
ακόµη κάποιοι άλλοι πιθανότατα να βρίσκουν πιο χρήσιµες τις εταιρικές εφαρµογές ή 
άλλες εκλεπτυσµένες υπηρεσίες. Σε κάθε περίπτωση, όσο η ζήτηση των πελατών θα 
αυξάνεται σε ποσότητα αλλά και ποιότητα, τόσο η αξία των 4G θα αποκαλύπτεται. 
Ακολουθεί ένας κατάλογος µε υπηρεσίες και εφαρµογές του µέλλοντος. 
1. Τηλεϊατρική (telemedicine), εξ αποστάσεως παρακολούθηση ασθενών και 
ηλικιωµένων µε έµφαση στην εµπιστευτικότητα και αξιόπιστη µετάδοση των 
προσωπικών δεδοµένων. Τα πληρώµατα των ασθενοφόρων σε αποµακρυσµένες 
περιοχές θα µπορούν να έχουν πρόσβαση σε ιατρικά αρχεία και να 
τηλεδιασκέπτονται (video-conference) µε γιατρούς, καθώς και να µεταδίδουν 
κρίσιµες πληροφορίες του ασθενούς σε κεντρικά νοσοκοµεία. 
2. Ανοικτή και εξ' αποστάσεως εκπαίδευση (e-learning), µε χρήση πολυµεσικού 
υλικού από κινούµενους χρήστες. Η παροχή ενσύρµατης πρόσβασης ευρείας ζώνης στο 
Internet είναι οικονοµικά ασύµφορη για κατοίκους αραιοκατοικηµένων ή 
αποµακρυσµένων περιοχών. Ασύρµατες επικοινωνίες ευρείας ζώνης µπορούν να λύσουν 
αυτό το πρόβληµα. 
3. ∆ιαδραστική, κινητή τηλεόραση και video, όπου το καθηµερινό πρόγραµµα, που θα 
παρακολουθεί ο χρήστης, θα διαµορφώνεται ανάλογα µε το προφίλ του και τις επιθυµίες 
του, σε πραγµατικό χρόνο. 
4. Τηλεπαρουσία (tele-presence). Θα υποστηρίζει τις εφαρµογές που θα κάνουν χρήση 
όλων των ανθρώπινων αισθήσεων προκειµένου να παρέχουν στους χρήστες την αίσθηση 
της πραγµατικής ύπαρξης σε µια συγκεκριµένη περιοχή. Θα είναι υπηρεσίες εικονικής 
πραγµατικότητας πραγµατικού χρόνου και θα υποστηρίζουν εφαρµογές εικονικών 
συνεδριάσεων, µια εξέλιξη των σηµερινών συστηµάτων τηλεδιάσκεψης. Παρά το 
γεγονός ότι θα βρίσκονται µακριά από τη διάσκεψη, οι συµµετέχοντες θα έχουν την 
αίσθηση της παρουσίας στο χώρο που πραγµατοποιείται η διάσκεψη. Λόγω των 
τεράστιων απαιτήσεων σε ταχύτητα µεταφοράς δεδοµένων, τέτοιου είδους εφαρµογές θα 
απαιτούν αποδοτικές τεχνικές συµπίεσης και θα έχουν πρόσβαση σε ταχύτητες της τάξης 
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των 100 Mbps. Επιπλέον, εξαιτίας της φύσης τους, αυτές οι υπηρεσίες πραγµατικού 
χρόνου θα απαιτούν πολύ µικρές µεταβολές στην καθυστέρηση και υψηλά επίπεδα 
ποιότητας υπηρεσιών. Η έννοια µιας εικονικής συνεδρίασης θα είναι µια από τις 
σηµαντικότερες εφαρµογές που προβλέπονται για τα συστήµατα τέταρτης γενιάς. 
5. Πρόσβαση σε πληροφορίες. Θα απαιτεί τη δυνατότητα στιγµιαίας πρόσβασης σε 
µεγάλους όγκους δεδοµένων, όπως µεγάλα αρχεία ήχου και βίντεο. Σε σύγκριση µε την 
τηλεπαρουσία, οι εφαρµογές αυτές θα είναι λιγότερο «ευαίσθητες» στη µεταβολή 
καθυστέρησης, δεδοµένου ότι δεν θα είναι εφαρµογές πραγµατικού χρόνου. Αυτή η 
κατηγορία υπηρεσιών θα απαιτεί τη µεγαλύτερη δυνατή ταχύτητα. Σηµειώνεται ότι αυτές 
οι υπηρεσίες αναµένεται να χαρακτηρίζονται από ασύµµετρη κίνηση, µε αναλογία 
εύρους ζώνης µεταξύ κατωφερών και ανωφερών συνδέσεων κοντά στο 50 προς 1. 
4.  ∆ικτυακά, πολυµεσικά παιχνίδια µε παγκόσµια διεσπαρµένους κινούµενους χρήστες. 
5. Εξ' αποστάσεως εργασία (tele-working) και online βοήθεια στην εργασία, µε χρήση 
φορητών πολυµεσικών συσκευών. 
6. Επικοινωνία µεταξύ µηχανών. Θα προσφέρει στις συσκευές τη δυνατότητα να 
επικοινωνούν είτε για λόγους συντήρησης είτε για λόγους πρόσθετης νοηµοσύνης και 
λειτουργικότητας. Ένα παράδειγµα εφαρµογής αυτού του τύπου είναι ο εξοπλισµός των 
τµηµάτων των µηχανών ενός αυτοκινήτου µε ασύρµατες διασυνδέσεις, οι οποίες θα 
επιτρέπουν την επικοινωνία µε τους αντίστοιχους προµηθευτές όταν εµφανίζονται 
δυσλειτουργίες. 
7. Εικονική πλοήγηση (virtual navigation). Μια αποµακρυσµένη βάση δεδοµένων θα 
περιέχει γραφική αναπαράσταση δρόµων, κτιρίων και τοπογραφικών γνωρισµάτων. 
Κοµµάτια αυτής της βάσης δεδοµένων θα  µεταδίδονται  γρήγορα  σε ένα όχηµα  όπου  
ένα  υπολογιστικό πρόγραµµα  θα επιτρέπει   στους  επιβάτες να   προβλέπουν  τη   
µελλοντική   διαδροµή,   να επιλέγουν  δρόµους µε τη  µικρότερη κίνηση, να εντοπίζουν 
αξιοθέατα ή µουσεία ή να επιλέγουν εναλλακτικούς δρόµους σε περιπτώσεις 
ατυχηµάτων. 
8. Σταθµός πληροφορίας (infostation). Ένας οδηγός αυτοκινήτου θα µπορεί να 
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λαµβάνει ένα µεγάλο αριθµό αρχείων ή πολυµέσων από το δίκτυο κατά τη διάρκεια της 
οδήγησης σε ένα αυτοκινητόδροµο από και προς το χώρο εργασίας. 
9. Εφαρµογές τηλεγεωδαισίας (tele-geoprocessing). Ο συνδυασµός συστηµάτων 
γεωγραφικής πληροφόρησης (GIS) και συστηµάτων παγκοσµίου προσδιορισµού   θέσης 
(GPS) και ασύρµατων κινητών συστηµάτων υψηλής χωρητικότητας θα κάνει εφικτές 
εφαρµογές τηλεγεωδαισίας. 
10.  Εφαρµογές διαχείρισης κρίσεων. Αυτές οι εφαρµογές είναι χρήσιµες σε περιόδους 
φυσικών καταστροφών   όταν  ολόκληρος  ο  τηλεπικοινωνιακός  ιστός  έχει παραλύσει.   
Η   γρήγορη επαναλειτουργία   των  τηλεπικοινωνιών   είναι   αναγκαία. Η αυξηµένη 
χωρητικότητα των ασύρµατων συστηµάτων ευρείας ζώνης 4G τα οποία θα 
περιλαµβάνουν υπηρεσίες Internet και video-conference θα επιτρέψουν την 
αποκατάσταση σε διάστηµα ωρών σε αντιδιαστολή µε τα ενσύρµατα συστήµατα που θα 
απαιτούσαν ηµέρες ή ακόµα και εβδοµάδες. 
11. Κινητά δίκτυα υπολογιστών. Κατά ανάλογο τρόπο µε τα σταθερά δίκτυα 
υπολογιστών τα κινητά   δίκτυα   υπολογιστών   θα   διευκολύνουν   οικονοµικές  
συναλλαγές,   επιχειρηµατικές πράξεις και επιστηµονική συνεργασία από απόσταση. 
12. Ευφυείς αγορές. Θα προσφέρει στους χρήστες πρόσβαση σε πληροφορίες σχετικές µε 
τις τιµές και τα χαρακτηριστικά των προϊόντων που προσφέρονται από τα καταστήµατα 
τα οποία επισκέπτονται. Με την είσοδο του χρήστη σε ένα κατάστηµα, το τερµατικό του 
θα συνδέεται αυτόµατα µε το φορέα παροχής πληροφοριών του καταστήµατος και θα 
λαµβάνει πληροφορίες σχετικά µε τα προϊόντα που πωλούνται από το κατάστηµα. 
13. Ασφάλεια. Η ασφάλεια των εφαρµογών θα είναι ένα αναγκαίο χαρακτηριστικό 
γνώρισµα των δικτύων των µελλοντικών γενιών. Η εξασφάλιση της ακεραιότητας των 
µεταφερόµενων δεδοµένων είναι ένας κρίσιµος παράγοντας που θα επιτρέψει τον 
πολλαπλασιασµό των τραπεζικών εργασιών και των εφαρµογών ηλεκτρονικών 
πληρωµών µέσω των ασύρµατων δικτύων. Επιπλέον, οι υπηρεσίες ασφάλειας είναι 
απαραίτητες για να προστατεύουν τη µυστικότητα των προσωπικών δεδοµένων των 
χρηστών. 
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14. Υπηρεσίες βασισµένες στη γεωγραφική θέση. Προβλέπεται ότι τα συστήµατα 
τέταρτης γενιάς θα έχουν τη δυνατότητα να καθορίζουν τη θέση ενός χρήστη µε πολύ 
µεγάλη ακρίβεια. Αυτό δεν µπορεί να υλοποιηθεί µε τα σηµερινά συστήµατα, τα οποία 
µπορούν να εντοπίσουν µόνο την κυψέλη που εξυπηρετεί το χρήστη, δίνοντας έτσι τη 
θέση του µε πιθανή παρέκκλιση εκατοντάδων µέτρων ή και χιλιοµέτρων. Η ικανότητα 
εντοπισµού θα είναι πολύ χρήσιµη σε εφαρµογές έκτακτης ανάγκης. Για παράδειγµα, αν 
κάποιος άνθρωπος µε πρόβληµα υγείας καλέσει ένα ασθενοφόρο από το τηλέφωνο του, 
αλλά είναι ανίκανος να δώσει τη γεωγραφική του θέση, αυτή θα µπορεί να καθοριστεί µε 
υψηλή ακρίβεια µε την ανίχνευση από το δίκτυο της γεωγραφικής θέσης του τηλεφώνου 
του χρήστη. 
Το σηµαντικότερο χαρακτηριστικό των 4G δικτύων είναι η διασύνδεση διαφορετικών 
ασύρµατων τεχνικών πρόσβασης, δηλαδή ετερογενών δικτύων. Για παράδειγµα, τόσο 
τα WPANs και WLANs (π.χ. WiFi) όσο και τα WMANs (π.χ. WiMAX), θα µπορούν να 
χρησιµοποιηθούν σαν µια προέκταση των 3G κυτταρικών δικτύων (UMTS και CDMA 
2000), ώστε συσκευές συνδεδεµένες σε ένα WΡΑΝ να µπορούν να είναι σε θέση να 
χρησιµοποιήσουν ένα συνδυασµό 3G και WLAN πρόσβασης επιλέγοντας αυτήν που είναι 
πλεονεκτικότερη την δεδοµένη στιγµή. 
 
1.6 ΚΙΝΗΣΕΙΣ ΤΥΠΟΠΟΙΗΣΗΣ 
 
∆ύο οµάδες µέσα στην ITU ασχολούνται αυτήν την περίοδο για να καθορίσουν την 
επόµενη γενεά 4G: 
1. Οµάδα εργασίας 8F - Working Party 8F (WP8F) στο τµήµα ITU-R και 
2. Special Study Group (SSG) "IMT 2000 και µετά" στο τµήµα ITU-T. 
Η οµάδα WP8F στρέφεται στις γενικές πτυχές ραδιο-συστηµάτων 4G, όπως οι 
ραδιοδιεπαφές (radio interfaces), ζητήµατα φάσµατος (spectrum) στα δίκτυα ραδιο-
πρόσβασης (radio-access networks) (RANs), χαρακτηριστικά υπηρεσιών και κίνησης 
(traffic) και εκτιµήσεις – προβλέψεις της αγοράς. 
Η οµάδα SSG "IMT 2000 και µετά" είναι πρώτιστα αρµόδια για το δίκτυο, τις ασύρµατες 
πτυχές των µελλοντικών ασύρµατων συστηµάτων συµπεριλαµβανοµένου του ασύρµατου 
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∆ιαδικτύου (wireless Internet), τη σύγκλιση κινητών και σταθερών δικτύων, τη 
διαχείρση κινητικότητας (mobility management), την σύνδεση µέσω δικτύων 
(internetworking) και τη διαλειτουργικότητα (interoperability). 
Το κύριο παραδοτέο της οµάδας WP8F είναι η σύσταση (recommendation) ITU-R 
Μ1645. Το Μ1645 θα περιλαµβάνει: 
Α. Το πλαίσιο (framework) για τα 4G συστήµατα που θα ικανοποιεί τους στόχους των 
4G και θα είναι διαφανές (transparent) στο χρήστη. 
Β. Ρυθµούς µετάδοσης 100 Mbps για κινητούς χρήστες και 1Gbps για σταθερούς 
χρήστες. 
Γ. Παγκόσµιο κοινό φάσµα και παγκόσµια τυποποίηση. 
 
Η δηµοσιοποίηση των προτύπων για τα δίκτυα 4ης γενιάς αναµένεται να γίνει το 2010-
2012. Σύµφωνα µε έρευνα της In-Stat τα τρία υποψήφια σχέδια είναι: 
Α) Long Term Evolution (LTE) - υποστηρίζεται από την Ericsson 
Β) Ultra Mobile Broadband (UMB) - υποστηρίζεται από την Qualcomm 
Γ) 802.16m (WiMax) - υποστηρίζεται από την Intel 
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ΚΕΦΑΛΑΙΟ 2 
∆ΙΚΤΥΑ ΚΙΝΗΤΗΣ ΤΗΛΕΦΩΝΙΑΣ 
 
2.1 ΕΙΣΑΓΩΓΗ 
Η επιτυχία που γνώρισαν τα συστήµατα κινητής τηλεφωνίας της 2ης γενιάς αποτέλεσε 
τον οδικό χάρτη για τα συστήµατα 3G και 3.5G. Τα τελευταία αποτελούσαν το στόχο 
της εµπορικής αγοράς τηλεπικοινωνιών υπό το πρίσµα της παροχής νέων υπηρεσιών, 
κυρίως πολυµεσικού περιεχοµένου. Τέτοιο περιεχόµενο υπάρχει πλέον άφθονο, 
κυρίως λόγω της εκρηκτικής ανάπτυξης του Internet, και οι εµπορικοί παίκτες 
έψαχναν από καιρό ένα τρόπο να το δροµολογήσουν µέσω των δικτύων κινητής 
τηλεφωνίας, καταλήγοντας στις τερµατική κινητή συσκευή κάθε χρήστη. Η ανάγκη 
αυτή σε συνδυασµό µε τις σχετικές δραστηριότητες της ερευνητικής κοινότητας 
οδήγησε στα σηµερινά συστήµατα 3G και 3.5G, τα οποία πληρούν σε ένα µεγάλο 
βαθµό τις απαιτήσεις. 
Στο 2° Κεφάλαιο λοιπόν, πραγµατοποιούµε µια σύντοµη παρουσίαση των ∆ικτύων 
Κινητής Τηλεφωνίας από τις πρώτες τους εκδοχές (1G) έως τις πλέον σύγχρονες 
(3.5G) που έχουν εµφανιστεί µέχρι σήµερα. Αναλύουµε τόσο τις γενιές των δικτύων 
όσο και τα χρησιµοποιούµενα πρότυπα, σε επίπεδο αρχιτεκτονικής αλλά και σε 
επίπεδο πρωτοκόλλων. Σε µεταγενέστερο τµήµα της διπλωµατικής εργασίας και αφού 
παρουσιαστούν και τα κυριότερα ασύρµατα δίκτυα δεδοµένων, θα επεξηγηθούν οι 
τρόποι και οι αρχιτεκτονικές που χρησιµοποιούνται για να διασυνδεθούν οι δύο 
τύποι δικτύων µεταξύ τους. 
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2.2 ΓΕΝΙΕΣ ∆ΙΚΤΥΩΝ 
2.2.1 ΚΙΝΗΤΑ ∆ΙΚΤΥΑ 1ης ΓΕΝΙΑΣ 
Τα πρώτα δίκτυα κινητών τηλεπικοινωνιών σχεδιάστηκαν και ξεκίνησε η εφαρµογή 
τους στα τέλη της δεκαετίας του 70 στις Η.Π.Α και Ιαπωνία και στις αρχές της 
δεκαετίας του 80 στην Ευρώπη. Τα αποκάλεσαν ασύρµατα δίκτυα 1ης γενιάς ή 
αλλιώς αναλογικά. Παρόλο που οι δυνατότητες τους ήταν λίγες, η εµφάνιση τους την 
εποχή εκείνη θεωρήθηκε ως ένα τεράστιο τεχνολογικό επίτευγµα. Το Advanced 
Mobile Phone Service (AMPS), ήταν το πρώτο σύστηµα στις κινητές 
τηλεπικοινωνίες που έκανε την εµφάνιση του, το 1978 σε µερικές πολιτείες των 
Η.Π.Α και εφαρµόστηκε συνολικά το 1983. Στην συνέχεια, η ιδέα της κινητής 
τηλεφωνίας διαδόθηκε στις υπόλοιπες ηπείρους. Συνολικά, τα συστήµατα που 
εµφανίστηκαν στις εκτός Ευρώπης περιοχές, ήταν τα εξής: 
• το Advanced Mobile Phone Service (AMPS), το 1983 στις Η.Π.Α, 
• το US Digital Cellular (USDC) Standard IS-54, το 1991 στις Η.Π.Α, 
• το 1979, το πρώτο σύστηµα της Nippon Telephone and Telegraph (NTT) 
Company, στην Ιαπωνία. 
Στην Ευρώπη έκαναν την εµφάνιση τους δύο συστήµατα κινητών τηλεπικοινωνιών 
τα οποία ήταν: 
• το Nordic Mobile Telephony (NMT) και 
• το European Total Access Communication System (ETACS). 
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Πίνακας 1   Περίληψη συστηµάτων 1ης γενιάς 
 
Μια από τις µεγαλύτερες εξελίξεις στο τοµέα των κινητών τηλεπικοινωνιών ήταν η 
έννοια του κυττάρου ή αλλιώς κυψέλης. Ο λόγος για τον οποίο τα συστήµατα αυτά 
ονοµάζονται κυτταρικά, είναι γιατί ακόµα και σήµερα στηρίζουν την λειτουργία τους στα 
κύτταρα, το σχήµα των οποίων, αντιπροσωπεύει κατά µια έννοια τα γεωγραφικά όρια 
µέσα στα οποία µπορούν να εξυπηρετούνται οι κινητοί χρήστες. Σε κάθε κύτταρο 
υπάρχει ένας σταθµός βάσης ο οποίος αναλαµβάνει την υλοποίηση και τη δροµολόγηση 
των κλήσεων, όπως φαίνεται στην Εικόνα 2. 
Η ακτίνα του κυττάρου εξαρτάται από την γεωγραφική τοπολογία της περιοχής που 
εξυπηρετείται από το σύστηµα, καθώς επίσης και από την πυκνότητα του πληθυσµού των 
χρηστών. Μπορεί να είναι από λιγότερο από ένα χιλιόµετρο (km), σε 
πυκνοκατοικηµένες περιοχές, έως και 30 χιλιόµετρα σε επαρχιακές 
αραιοκατοικηµένες περιοχές. 
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Εικόνα 2   Ένα κύτταρο µε τον αντίστοιχο Σταθµό Βάσης που εξυπηρετεί πολλούς  
                   κινητούς σταθµούς  
 
Ένα βασικό χαρακτηριστικό των συστηµάτων 1ης γενιάς, ήταν ότι τόσο ο ποµπός όσο και 
ο δέκτης εξέπεµπαν και λάµβανα αντίστοιχα, µε χρήση της ίδιας συχνότητας. Επίσης, 
όταν ο χρήστης επικοινωνούσε εν κινήσει και περνούσε τα όρια του κυττάρου, τότε η 
κλήση τερµατιζόταν, αφού δεν υπήρχε δυνατότητα να διατηρηθεί η κλήση κατά τη 
διάρκεια µετάβασης σε µια άλλη κυψέλη (handover). Το γεγονός αυτό, περιόριζε 
σηµαντικά τις δυνατότητες της κινητής επικοινωνίας καθώς εµπόδιζε την κινητικότητα 
του χρήστη. Ένα άλλο πρόβληµα ήταν η χαµηλή απόδοση των συστηµάτων αυτών από 
άποψη χωρητικότητας, καθώς ήταν πολύ µικρός ο αριθµός των χρηστών που 
µπορούσαν να µιλήσουν ταυτόχρονα. Γενικά, τα πρώτα συστήµατα, δεν άφηναν 
περιθώρια για βελτιώσεις και για την εφαρµογή τεχνικών όπως συµπίεση και 
κωδικοποίηση της πληροφορίας, καθώς αυτό θα είχε σαν προϋπόθεση την χρήση 
ψηφιακού σήµατος. Τέλος, τα τερµατικά, δηλαδή οι συσκευές που χρησιµοποιούσαν 
οι χρήστες, ήταν ογκώδεις µε µεγάλες κεραίες και υψηλού για την εποχή εκείνη 
κόστους. 
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2.2.2 ΚΙΝΗΤΑ ∆ΙΚΤΥΑ 2ης ΓΕΝΙΑΣ 
Πλέον τα δίκτυα 1ης γενιάς ανήκουν στο παρελθόν, κάτι όµως που δεν συµβαίνει µε 
τα δίκτυα 2ης γενιάς, τα οποία λειτουργούν ακόµα, για τον λόγο ότι αποτέλεσαν την 
βάση για την εξέλιξη στα σηµερινά δίκτυα 3ης γενιάς. Σε αντίθεση µε τα πρώτα 
δίκτυα που µετέδιδαν αναλογικό σήµα και ο διαχωρισµός µεταξύ των χρηστών για 
ταυτόχρονη πρόσβαση στο ασύρµατο µέσο γινόταν µε την Frequency Division 
Multiple Access (FDMA) τεχνική, τα δίκτυα 2ης γενιάς χρησιµοποιούσαν τεχνικές 
ψηφιακής διαµόρφωσης του σήµατος, ενώ οι χρήστες διαχωρίζονταν µε Time Division 
Multiple Access (TDMA) ή Code Division Multiple Access (CDMA) . Οι διαφορές 
µεταξύ των τριών τεχνικών πρόσβασης φαίνονται στην Εικόνα 3. 
  
Εικόνα 3  Τεχνικές πολλαπλής πρόσβασης 
Τα πιο γνωστά συστήµατα 2ης γενιάς ήταν: 
• το Global System for Mobile communication (GSM) το οποίο χρησιµοποιεί 
την TDMA τεχνική και υποστηρίζει 8 χρόνο-σχισµές (time-slots) µε εύρος 
ζώνης 200 KHz η κάθε µια. 
• το Interim Standard 54 (IS-54) και το Interim Standard 136 (IS-136) 
γνωστό και ως North American Digital Cellular (ΝΑDC) ή US Digital 
Cellular (USDC), που χρησιµοποιεί την ΤDΜΑ ως τεχνική πρόσβασης. 
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• το Pacific Digital Cellular (ΡDC) ένα Ιαπωνικό σύστηµα που είχε αρκετές 
οµοιότητες µε το IS-136 και 
• το Interim Standard 95 Code Division Multiple Access  (IS-95)   επίσης  γνωστό  
ως  cdmaOne το οποίο χρησιµοποιεί την CDΜΑ τεχνική πρόσβασης. 
Παρακάτω στον Πίνακα 2, παρουσιάζονται τα τεχνικά χαρακτηριστικά των δικτύων 
2ης γενιάς. 
 
Πίνακας 2   Περίληψη συστηµάτων 2ης γενιάς 
Στην Ευρώπη, η ανάγκη για τη δηµιουργία ενός ενιαίου συστήµατος που θα 
εξυπηρετούσε όλους τους Ευρωπαίους πολίτες ανεξαρτήτως χώρας, οδήγησε στη 
δηµιουργία του GSM υπό την επίβλεψη του European Technical Standards 
Institute (ETSI). Το σύστηµα αυτό ήταν το πιο ευρέως διαδεδοµένο, µετρώντας 
350 εκατοµµύρια χρήστες σε 140 χώρες και 400 δίκτυα κινητών τηλεπικοινωνιών. Το 
GSM ξεκίνησε να λειτουργεί στην ζώνη των 800-900 ΜΗz ενώ σε κάποιες άλλες 
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χώρες που το υιοθέτησαν, λειτουργεί στα 1.8 (DCS 1800) και 2 GHz. Στην Εικόνα 
4 φαίνεται η δοµή του GSM δικτύου. 
 
Εικόνα 4   Η δοµή του GSM δικτύου  
Τέλος, µερικές από τις υπηρεσίες οι οποίες έκαναν την εµφάνιση τους µαζί µε τα 
δίκτυα 2ης γενιάς, ήταν η δυνατότητα για περιορισµένη πρόσβαση στο Internet και η 
αποστολή σύντοµων γραπτών µηνυµάτων µεταξύ των χρηστών, γνωστά και ως 
Short Messaging Service (SMS).  
2.2.3 ΚΙΝΗΤΑ ∆ΙΚΤΥΑ 2.5 ΓΕΝΙΑΣ 
Με στόχο την επίτευξη µεγαλύτερων ρυθµών µετάδοσης, η διεθνής επιστηµονική 
κοινότητα, οδηγήθηκε στον επανασχεδιασµό των προτύπων 2ης γενιάς, έτσι ώστε αυτά 
να µπορούν να υποστηρίξουν διάφορες εφαρµογές στο χώρο του Internet. Έτσι λοιπόν 
προέκυψε ένα νέο σύνολο προτύπων που ονοµάστηκε γενιά 2.5. Τα πρότυπα αυτά επέτρεπαν 
στον υπάρχοντα εξοπλισµό 2ης γενιάς, να τροποποιηθεί έτσι ώστε να µπορεί να 
υποστηρίζει υπηρεσίες όπως πλοήγηση στο Internet, η αποστολή / λήψη e-mail κ.α. 
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Στα πλαίσια της αναβάθµισης των συστηµάτων προέκυψαν ένα νέο πρωτόκολλο και 
τέσσερα νέα συστήµατα που αντιπροσώπευαν τη γενιά 2.5. Αυτά είναι τα εξής: 
 
• Wireless Applications Protocol (WAP),  
• High Speed Circuit Switched Data (HSCSD),  
• General Packet Radio Service (GPRS),   
• Enhanced Data Rates for GSM Evolution (EDGE) και 
• Interim Standard 95B (IS-95B)  
Το πρωτόκολλο Wireless Applications Protocol (WAP) προδιαγράφει το 
περιβάλλον εφαρµογής και τα δικτυακά πρωτόκολλα που απαιτούνται για ασύρµατες 
συσκευές όπως τα κινητά τηλέφωνα και τα PDAs (Personal Digital Assistants). 
Ουσιαστικά, είναι το πρωτόκολλο που επιτρέπει στις κινητές συσκευές να µπορούν να 
απεικονίζουν ιστοσελίδες και να χειρίζονται xml δεδοµένα, urls κ.α. Το γεγονός αυτό, 
εµµέσως οδήγησε και στην τάση εµπορίου, το mobile commerce (m-commerce). Για 
την εξέλιξη του πρωτοκόλλου έχει δηµιουργηθεί το WAP Forum που έχει ως να επιτραπεί 
στους δικτυακούς λειτουργούς, κατασκευαστές και παρόχους υπηρεσιών και 
περιεχοµένου να αντεπεξέλθουν στις απαιτήσεις της νέας τεχνολογικής εποχής 
καθιστώντας τους ικανούς να προσφέρουν διαφορετικές υπηρεσίες και υλοποιήσεις 
γρήγορα, ευέλικτα κι αποτελεσµατικά. 
Το WAP Forum προχώρησε στον ορισµό ενός συνόλου πρωτοκόλλων τα οποία αντιστοιχούν 
στα Transport Layer, Security Layer, Transaction Layer, Session Layer και Application 
Layer, του γνωστού µοντέλου OSI. Τα πρωτόκολλα αυτά, αντίστοιχα, είναι: το Wireless 
Datagram Protocol (WDP), το Wireless Transport Layer Security (WTLS), το Wireless 
Transaction Protocol (WTP), το Wireless Session Protocol (WSP) και το Wireless 
Application Environment (WAE). Η δοµή του protocol stack  που απαρτίζει το WAP, 
φαίνεται στην Εικόνα 5. 
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Εικόνα 5   Τα πρωτόκολλα της αρχιτεκτονικής WAP 
 
 
Το WAE µπορεί να θεωρηθεί ως ένα γενικού σκοπού περιβάλλον εφαρµογής, το οποίο 
βασίζεται σε ένα συνδυασµό του World Wide Web (WWW) µε διάφορες τεχνολογίες 
κινητής τηλεφωνίας. Το WSP αποτελεί µια οικογένεια πρωτοκόλλων του επιπέδου 
Συνόδου που εξυπηρετεί αποµακρυσµένες λειτουργίες µεταξύ πελατών (clients) κι 
εξυπηρετητών (servers). Το WSP παρέχει στο υπερκείµενο στρώµα Εφαρµογής µια 
αξιόπιστη διεπαφή µε δύο υπηρεσίες συνόδου: Η πρώτη είναι προσανατολισµένη στην 
αποκατάσταση συνδέσεων (connection oriented) και λειτουργεί πάνω από WTP, ενώ η 
δεύτερη είναι µια ασύνδετη (connectionless) υπηρεσία που λειτουργεί πάνω από ασφαλείς 
και µη υπηρεσίες µεταφοράς πακέτων. 
Το σύστηµα HSCSD είναι το µόνο που αντιπροσωπεύει την τεχνική της µεταγωγής 
κυκλώµατος (circuit switched) και ουσιαστικά επιτρέπει στο χρήστη να χρησιµοποιεί 
διαδοχικές χρόνο-θυρίδες (timeslots) του GSM προτύπου. Σε συνδυασµό µε κάποιες άλλες 
τροποποιήσεις όπως η πιο χαλαρή πολιτική ελέγχου σφαλµάτων σε κάθε timeslot, το 
HSCSD καταφέρνει να πετύχει ρυθµούς µετάδοσης στα 14,4 Kbps από τα 9,6 Κbps που 
προσέφερε το GSΜ. Επίσης, κάνοντας χρήση τεσσάρων συνεχόµενων χρόνο-θυρίδων το 
 36 
πρότυπο αυτό, δίνει τη δυνατότητα για ρυθµούς ως 57,6 Kbps ανοίγοντας έτσι τον δρόµο 
για εφαρµογές όπως streaming. Αυτοί οι ρυθµοί µπορούσαν να συγκριθούν µε τους 
αντίστοιχους µιας γραµµής τύπου ISDN Β-channel. Έτσι στην ουσία εξισώθηκαν οι 
ταχύτητες µετάδοσης των γνωστών ενσύρµατων modems, που χρησιµοποιούσαµε για 
πρόσβαση στο Internet, µέσω ηλεκτρονικού υπολογιστή, µε αυτές που είχαν τα κινητά 
µας τηλέφωνα. 
Το πλεονέκτηµα µε την τεχνολογία HSCSD ήταν ότι µπορούσε να λειτουργήσει σε 
όλες τις περιοχές όπου πραγµατοποιείται µεταφορά data µε 9,6 kbit/sec µε το υπάρχον 
GSΜ δίκτυο. Αυτό το πετύχαινε µε το µικρότερο δυνατό κόστος από πλευράς έξτρα 
εξοπλισµού. Επίσης, όσον αφορά τις εταιρείες παροχής, τους δόθηκε και η δυνατότητα 
κλιµακωτής χρέωσης, αναλόγως του ρυθµού µετάδοσης που επιθυµούσε ο χρήστης. Το 
βασικότερο µειονέκτηµα του HSCSD ήταν το γεγονός ότι η χρήση της µεταγωγής 
κυκλώµατος σπαταλούσε τους πόρους του δικτύου, αφού οι χρόνο-θυρίδες δεσµεύονταν 
ακόµα και όταν η χωρητικότητα τους δεν χρησιµοποιούνταν. 
Το GPRS πρότυπο, βασίζεται στη λειτουργία της µεταγωγής πακέτου (packet switched), 
γεγονός που το καθιστά κατάλληλο για υπηρεσίες όπως e-mail, fax και asymmetric web 
browsing όπου ο χρήστης κατεβάζει από το Internet πολύ περισσότερα δεδοµένα από ότι 
ανεβάζει. 
Οι εφαρµογές του GPRS περιλαµβάνουν από απλό «σερφάρισµα» στο Internet, µέχρι 
µετάδοση φωνής και video. Ο Πίνακας 3 παρουσιάζει τα πεδία εφαρµογής του GPRS. 
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ΕΦΑΡΜΟΓΗ ΠΑΡΑ∆ΕΙΓΜΑ ΕΦΑΡΜΟΓΗΣ 
WWW Ανάκτηση σελίδων 
FTP Μεταφορά αρχείων 
E-mail Αποστολή µηνυµάτων 
Telnet Πρόσβαση σε αποµακρυσµένα 
τερµατικά 
Video Τηλεσυνδιάσκεψη 
Εφαρµογές RTTI (Real Time Traffic 
Information) 
∆ιοίκηση στόλου, καθοδήγηση πορείας 
Εφαρµογές τηλεµατικής Μεταφορά χρηµάτων 
Πίνακας 3   Πιθανές εφαρµογές του GPRS 
 
Τα κύρια πλεονεκτήµατα του είναι ότι δεσµεύει τους πόρους του δικτύου µόνο όταν 
υπάρχουν δεδοµένα που πρέπει να µεταδοθούν και ότι δεν εξαρτάται τόσο πολύ από τα 
µέρη εκείνα των δικτύων που λειτουργούν µε µεταγωγή κυκλώµατος. Έτσι, ενώ ο 
χρήστης νοµίζει ότι είναι συνεχώς συνδεδεµένος στο Internet, στην πραγµατικότητα, 
µόνο όταν απαιτούνται νέα δεδοµένα, η κινητή µονάδα θα ζητήσει επιπλέον πόρους από 
το δίκτυο. 
Επίσης, επειδή στο GPRS το κανάλι, δε δεσµεύεται από τον κινητό χρήστη µε τον 
τρόπο που γίνεται στο HSCSD, το GPRS έχει τη δυνατότητα να υποστηρίζει 
περισσότερους χρήστες. Ενώ στο GSM ο χρήστης καταλαµβάνει µια µόνο χρονοθυρίδα, 
στο GPRS µπορεί να καταλάβει και τις οκτώ και συνεπώς να πετύχει ρυθµό µετάδοσης 
µέχρι και 8x21,4=171,2 Κbps. Αν και αρχικά το GPRS σχεδιάστηκε ως µια βελτίωση του 
συστήµατος GSM, επεκτάθηκε ώστε να λειτουργήσει µαζί και µε το IS-136 πρότυπο. 
Στην Εικόνα 6 φαίνεται η δοµή του GPRS δικτύου.  
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Εικόνα 6   Η δοµή του GPRS δικτύου 
 
Το πρότυπο EDGE, θεωρείται ως µια αρκετά προηγµένη βελτιστοποίηση του 
προτύπου GSΜ και αυτό γιατί απαιτεί την αναβάθµιση τόσο στο λογισµικό αλλά και 
στο hardware. Το EDGE θεωρείται ως ένα πρότυπο που προέκυψε από την κοινή 
επιθυµία, των υπεύθυνων για τα δίκτυα GSΜ και IS-136, για µια από κοινού 
τεχνολογική εξέλιξη που θα τους οδηγούσε σε δίκτυα υψηλών ταχυτήτων 3ης γενιάς. 
Το ΕDGΕ εισάγει µια καινούργια ψηφιακή διαµόρφωση µε το όνοµα 8-ΡSΚ η οποία 
προσφέρει ρυθµό µετάδοσης µέχρι και 547,2 Κbps όταν χρησιµοποιείται χωρίς 
διόρθωση λαθών και όταν και οι οκτώ χρονοθυρίδες είναι δεσµευµένες από ένα 
µόνο χρήστη. 
Τέλος, το πρότυπο IS-95Β, αποτελεί την µετεξέλιξη του IS-95Α που προτάθηκε 
αρχικά το 1995 και παρέχει µεταγωγή πακέτου αλλά και κυκλώµατος, µέσω CDΜΑ 
καναλιών. Ο όρος cdmaOne χρησιµοποιείται για να περιγραφθούν τα κυτταρικά δίκτυα 
που βασίζονται στα πρότυπα IS-95Α και IS-95Β. Το πρώτο IS-95Β δίκτυο, 
λειτούργησε το 1999 στην Κορέα. Με την ταυτόχρονη κατάληψη και  των 8 
διαφορετικών  καναλιών , µπορούν  να επιτευχθούν  ρυθµοί  µετάδοσης  8x14,4 
= 115,2 Kbps. 
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Τέλος, ο Πίνακας 4 παρουσιάζει συνοπτικά τα χαρακτηριστικά των συστηµάτων 
γενιάς 2.5. 
 
Πίνακας 4   Χαρακτηριστικά δικτύων 2.5 γενιάς 
 
2.2.4  ΚΙΝΗΤΑ ∆ΙΚΤΥΑ 3ης ΓΕΝΙΑΣ 
Ο ερχοµός των δικτύων 3ης γενιάς, άνοιξε το δρόµο για την εµφάνιση ακόµα 
περισσότερων υπηρεσιών, που µέχρι τη στιγµή εκείνη, κανένα από τα προηγούµενα 
πρότυπα δε µπορούσε να τους προσφέρει. Με ταχύτητες επιπέδου Megabit κάποιος 
που έχει πρόσβαση σε ένα τέτοιο δίκτυο µπορεί να πλοηγηθεί στο Internet, να 
επικοινωνήσει χρησιµοποιώντας την υπηρεσία Voice over Internet Protocol (VoΙΡ), 
να κατεβάσει µουσικά κοµµάτια και να χρησιµοποιήσει διάφορες άλλες 
υπηρεσίες µε τη βοήθεια το κινητού του τηλεφώνου. 
Στα πλαίσια της εξέλιξης των ήδη υπαρχόντων δικτύων 2ης γενιάς, προέκυψαν: 
• το πρότυπο cdma2000 ως συνέχεια του CDΜΑ, και 
• το Wideband-CDMA (W-CDMA) ή αλλιώς Universal Mobile 
Telecommunications System (UMTS) ως συνέχεια των GSM, IS-136 και PDC.  
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Στην Εικόνα 7 παρουσιάζεται η εξέλιξη των κινητών συστηµάτων τηλεπικοινωνιών. 
Το W-CDMA είναι ένα πρότυπο το οποίο έχει επηρεαστεί από τη φιλοσοφία και τον 
τρόπο λειτουργίας του GSM. 
Βασικός στόχος της ανάπτυξης των κινητών δικτύων 3ης γενιάς είναι η παροχή 
υπηρεσιών σε οποιοδήποτε µέρος, οποιαδήποτε χρονική στιγµή. Το γεγονός αυτό 
σηµαίνει ότι ένας χρήστης των δικτύων αυτών, θα έχει τη δυνατότητα να 
µετακινείται οπουδήποτε και να εξυπηρετείται, ακόµα και σε γεωγραφικές περιοχές 
όπου η κάλυψη που παρέχεται, δεν είναι από δίκτυο της 3ης γενιάς. 
 
  
Εικόνα 7   Η εξέλιξη των κινητών συστηµάτων τηλεπικοινωνιών 
Οι υπηρεσίες που προσφέρονται επεκτείνονται σε υπηρεσίες Internet και σε 
υπηρεσίες που συνδυάζουν εικόνα και ήχο (multimedia) µε υψηλούς ρυθµούς 
µετάδοσης. Θα πρέπει τέλος να αναφερθεί ότι τα συστήµατα 3ης γενιάς που έχουν 
επικρατήσει µέχρι τώρα είναι τα: 
• UMTS στην Ευρώπη, 
• CDMA2000 στην Βόρεια Αµερική, και 
• ΤD-SCDΜΑ στην Κίνα. 
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Το 1996 ο ETSI, δηµοσίευσε την ιδέα του Universal Mobile 
Telecommunications Service (UMTS) ως µια αναβάθµιση του συστήµατος GSΜ. 
Βασιζόταν σε µια διαφοροποιηµένη µορφή του CDΜΑ και κατατέθηκε στο ΙΜΤ 2000 
το 1998 ως ένα πρότυπο µε όνοµα UMTS Terrestrial Radio Access (UTRA). Μερικά 
χρόνια αργότερα, συνενώθηκε µε παρόµοιες προτάσεις για το CDΜΑ, υπό το όνοµα 
WCDΜΑ. Είναι προς τα πίσω συµβατό µε τα 2G συστήµατα GSΜ, IS-136 και ΡDC 
καθώς και µε τα 2.5G συστήµατα GPRS και EDGE. Χρησιµοποιεί την τεχνική spread 
spectrum και απαιτεί ένα ελάχιστο εύρος ζώνης των 5 ΜΗz. Οι ρυθµοί 
µετάδοσης µπορεί να φθάσουν και να ξεπεράσουν τα 16Μchip/sec/user. Για την 
εφαρµογή του βέβαια απαιτούνται αλλαγές τόσο στο υλικό όσο και στο λογισµικό 
των υπαρχόντων συστηµάτων. 
Η αρχιτεκτονική του UMTS, η οποία είναι η επέκταση του General Packed Radio 
Service (GPRS), προσφέρει καλύτερο έλεγχο στην ποιότητα της παρεχόµενης 
υπηρεσίας, τόσο από τη µεριά του UMTS Terrestrial Radio Access Network (UTRAN), 
όσο και από τη µεριά του δικτύου κορµού. Η εγγραφή και πιστοποίηση του χρήστη 
γίνεται µέσω του SGSN, χρησιµοποιώντας τα υπάρχοντα σχήµατα του GSM, ώστε να 
επαληθεύσει την ταυτότητα ενός χρήστη ενώ και η HLR είναι αναβαθµισµένη για 
να υποστηρίξει IP υπηρεσίες. Εν γένει, η λύση της 3GPP µπορεί να 
χαρακτηρισθεί περισσότερο σαν IP-over-GPRS, µε την προσθήκη αναβαθµισµένου 
συστήµατος ραδιοεπαφής (του UTRAN) ώστε να προσφέρει µεγαλύτερες ταχύτητες. 
Στην Εικόνα 8 φαίνεται η αρχιτεκτονική του UMTS. 
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Εικόνα 8   Η κατά 3GPP αρχιτεκτονική του UMTS 
 
Το cdma2000 είναι προς τα πίσω συµβατό µε τα συστήµατα IS-95 / IS-95Α / IS-
95Β. Έχει θεωρηθεί ως µια πιθανή λύση στην κατεύθυνση του 3G και βασίζεται στην 
χρήση εύρους 1.25ΜHz καναλιού ανά χρήστη. 
Η China Academy of Communications Technology (CΑΤΤ), µαζί µε το Siemens 
Information and Communication Mobile Group (IC Mobile), υλοποιήσανε το Time 
Division Synchronous Code Division Multiple Access (ΤD-SCDΜΑ) πρωτόκολλο 
ως µια εναλλακτική 3G τεχνολογία. Χρησιµοποιεί τις ΤDΜΑ/ΤDD και CDΜΑ 
τεχνικές για µεταφορά δεδοµένων υψηλού ρυθµού πάνω από GSΜ δίκτυα έως 
384Κbps. ∆ιαθέτει ραδιοκανάλι των 1.6ΜΗz και 5msec frame που διαιρείται σε 7 
 43 
χρονοθυρίδες. Το 2003 παρουσιάστηκε η πρώτη συσκευή που το χρησιµοποιεί, ενώ 
το σύστηµα θα είναι έτοιµο για εµπορική λειτουργία το 2005. 
∆ύο βασικοί οργανισµοί που πλέον είναι υπεύθυνοι για την εξέλιξη των προτύπων 
3G: 
• Το 3G Project Partnership (3GPP) που επεξεργάζεται το WCDΜΑ πρότυπο 
• Το 3G Project Partnership 2 (3GPP2) που επεξεργάζεται το cdma2000 πρότυπο. 
2.2.5  ΚΙΝΗΤΑ ∆ΙΚΤΥΑ 3.5  ΓΕΝΙΑΣ 
Η γενιά 3.5, περιλαµβάνει τα δίκτυα εκείνα όπου, εκτός από την τεχνολογία 
WCDΜΑ, έχουν ενσωµατώσει και την τεχνολογία High Speed Downlink Packet 
Access (ΗSDΡΑ). Το πρότυπο αυτό, αφορά την µετάδοση πακέτων από το σταθµό 
βάσης προς το χρήστη (downlink) µε ρυθµό 5 φορές µεγαλύτερο του UMTS και 15 
φορές µεγαλύτερο του GPRS. Το γεγονός αυτό σηµαίνει ότι από τα 2 Μbps που 
µπορεί να προσφέρει το UMTS ο ρυθµός µπορεί να φτάσει θεωρητικά µέχρι και τα 14.4 
Μbps. Το ΗSDPA θεωρείται ως µια εξέλιξη του UMTS προτύπου, παρέχοντας στους 
χρήστες υψηλότερους ρυθµούς µεταφοράς δεδοµένων και µεγαλύτερη χωρητικότητα, 
µε ένα τρόπο ανάλογο µε αυτό που προσφέρει το ΕDGΕ πρότυπο συγκρινόµενο µε το 
GSΜ. Παρόλο που κάποια µέρη του προτύπου αυτού θεωρούνται απλά στο να 
υλοποιηθούν µε το υπάρχον υλικό (hardware, το ΗSDΡΑ σαν γενικότερη έννοια απαιτεί 
επανασχεδιασµό στην αρχιτεκτονική του δικτύου και αναβάθµιση στο υλικό, όπως αυτό 
που πρόκειται να χρησιµοποιηθεί στους σταθµούς βάσης. Οι τελευταίοι, θα πρέπει να 
είναι ικανοί όχι µόνο να λειτουργούν αποδοτικά µε τέτοιους υψηλούς ρυθµούς 
δεδοµένων, αλλά και να υποστηρίζουν τη λειτουργία περισσότερο πολύπλοκων 
πρωτοκόλλων. 
Η λειτουργία του ΗSDΡΑ στηρίζεται στο γεγονός ότι αντί να χρησιµοποιούνται 
ξεχωριστά Dedicated Channel (DCΗ) κανάλια για την αποστολή δεδοµένων, θα 
χρησιµοποιείται ένα Downlink Shared Channel (DSCH) κανάλι το οποίο θα µοιράζονται 
µεταξύ τους οι χρήστες για την µεταφορά των πακέτων. Το κανάλι αυτό έχει πολύ 
µεγαλύτερο εύρος ζώνης (bandwith) και για το λόγο αυτό καλείται high-speed DSCΗ 
(ΗS-DSCΗ). 
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2.3  ΑΠΟΛΟΓΙΣΜΟΣ ΤΩΝ ∆ΙΚΤΥΩΝ 3G 
Η τρίτη γενιά δικτύων, παρά τις προβλέψεις, αποδείχτηκε αρκετά απογοητευτική. Αντί 
της ύπαρξης ενός παγκόσµιου προτύπου, µόνο στην Αµερική αναπτύχθηκαν τρία 
ασύµβατα συστήµατα. Η φωνή µεταφέρεται µε κυκλώµατα µεταγωγής – χαρακτηριστικό 
που κληρονοµήθηκε από τα δίκτυα 2ης γενιάς – και όχι µε το υποσχόµενο ΙΡ, ενώ οι 
ρυθµοί µετάδοσης δεδοµένων δεν είναι αυτοί που είχαν προβλεφθεί. 
Αυτό οφείλεται κυρίως στην τεχνολογική ανωριµότητα των 3G δικτύων. Στην 
πραγµατικότητα, τα τρέχοντα δίκτυα 3ης γενιάς δεν προσφέρουν την αληθινή 3G 
εµπειρία στους χρήστες αλλά αποτελούν µία αρχική-δοκιµαστική εκδοχή τους, µε την 
αληθινή εκδοχή να αναµένεται στο µέλλον. Ωστόσο, ποτέ δεν θα φανούν αντάξια των 
υποσχέσεων των κατασκευαστών τους. 
Αντίθετα, τα τέταρτης γενιάς δίκτυα αναµένεται να προσφέρουν στους χρήστες όλα όσα 
δεν κατάφεραν να δώσουν τα προηγούµενα δίκτυα. Τα 4G θα προσφέρουν 
αλληλεπιδρούσες υπηρεσίες πολυµέσων, όπως τηλεσυνδιάσκεψη, ασύρµατο Internet, 
υψηλότερους ρυθµούς µετάδοσης (100Μbps), παγκόσµια κινητότητα και φορητότητα 
υπηρεσιών σε χαµηλό κόστος. Πλέον, όλη η τεχνολογία θα στηρίζεται σε µεταγωγή 
πακέτων και όχι σε µεταγωγή κυκλωµάτων όπως στα 3G, και όλα τα στοιχεία του 
δικτύου θα είναι ψηφιακά. 
Ένας πίνακας που συγκρίνει τα δίκτυα τρίτης και τέταρτης γενιάς παρατίθεται 
παρακάτω. 
 
Key features 3G networks 4G networks 
Data rate 384 kbps up to 2 Mbps 20-100 Mbps 
Frequency band 1.8 - 2.4 GHz 2 - 8 GHz 
Bandwidth 5 MHz About 100 MHz 
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Switching technique Circuit and packet switched Completely digital with 
packet voice 
Radio access technology WCDMA,CDMA-2000, etc OFDMA, MC-CDMA, etc 
IP IPv4.0, IPv5.0, IPv6.0 IPv6.0 
Πίνακας 5  Σύγκριση δικτύων 3G και 4G 
2.4  ΧΡΗΣΙΜΟΠΟΙΟΥΜΕΝΑ ΠΡΟΤΥΠΑ 
Παρά το γεγονός ότι οι πάροχοι κινητής τηλεφωνία χρησιµοποιούν διαφορετικές 
µεθόδους υλοποίησης των δικτύων τους, οι βασικές τεχνικές που χρησιµοποιούν είναι 
κοινές. Αυτές οι τεχνικές περιλαµβάνουν µεθόδους ψηφιακής τεχνολογίας πρόσβασης 
(duplex), πολυπλεξίας (multiplexing) και διαµόρφωσης (modulation). Στη συγκεκριµένη 
παράγραφο θα εξετάσουµε συνοπτικά τις κυρίαρχες τεχνικές που εφαρµόζονται στην 
αγορά κινητών επικοινωνιών, 
2.4.1 ΤΕΧΝΙΚΕΣ DUPLEX 
Η επικοινωνία σε κυτταρικά συστήµατα στηρίζεται σε duplex επικοινωνία 
(δηλαδή δύο κατευθύνσεων) και οι δύο κυρίαρχες τεχνικές που χρησιµοποιούνται είναι 
οι παρακάτω: 
• Τεχνική Frequency Division Duplex 
• Τεχνική Time Division Duplex 
Στην τεχνική Frequency Division Duplex (FDD), χρησιµοποιούνται δύο διακριτές 
µπάντες συχνοτήτων για κάθε χρήστη. Η πρώτη, χρησιµοποιείται για επικοινωνία του 
δικτύου µε την κινητή µονάδα, και ονοµάζεται Forward Channel, ενώ η δεύτερη 
χρησιµοποιείται για την επικοινωνία της κινητής µονάδας µε το δίκτυο και ονοµάζεται 
Reverse Channel. Για να αποφευχθούν τυχόν παρεµβολές, ανάµεσα στις δύο µπάντες, 
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µεσολαβεί ένα αχρησιµοποίητο εύρος ζώνης που ονοµάζεται Κανάλι ∆ιαχωρισµού 
(Channel Separation). Στην Εικόνα 9 φαίνεται πώς το Reverse Channel χρησιµοποιεί την 
συχνότητα x, ενώ το Forward Channel χρησιµοποιεί την συχνότητα x + Κανάλι ∆ιαχωρισµού. 
 
Εικόνα 9   Forward and Reverse Channels στο FDD 
 
Στην τεχνική Time Division Duplex (ΤDD) ο κάθε χρήστης χρησιµοποιεί µια και 
µοναδική συχνότητα για την επικοινωνία µε τον Σταθµό Βάσης. Η Κινητή Μονάδα 
χρησιµοποιεί διαφορετικές χρονοθυρίδες για την λήψη (downlink) και την αποστολή 
(uplink) δεδοµένων. Στην Εικόνα 9 δείχνει πώς ο χρήστης και το δίκτυο 
χρησιµοποιούν την ίδια συχνότητα x για επικοινωνία αλλά µε διαφορετικές 
χρονοθυρίδες.  
 
 
Εικόνα 10   Downlink και Uplink στο TDD 
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Κάθε µια από τις τεχνικές duplex έχει τα δικά της χαρακτηριστικά, τα οποία 
παρουσιάζονται παρακάτω. 
•    Συµµετρία δεδοµένων 
Τα συστήµατα FDD χρησιµοποιούνε πλάνα συχνοτήτων τα οποία 
αποτελούνται από ισοµερώς κατανεµηµένες συχνότητες (εύρος ζώνης), 
γεγονός που σηµαίνει ότι κάθε κανάλι διαθέτει το ίδιο, καθορισµένο εύρος 
ζώνης. Αυτό το χαρακτηριστικό κάνει το FDD ιδανικό για συµµετρικές 
επικοινωνίες όπου παρόµοια πληροφορία µεταδίδεται και προς τις δύο 
κατευθύνσεις, π.χ. µετάδοση φωνής. 
Αντιθέτως τα συστήµατα TDD λειτουργούν µε εναλλαγή της κατεύθυνσης 
µετάδοσης σε συγκεκριµένα χρονικά διαστήµατα. Αυτή η εναλλαγή 
πραγµατοποιείται εξαιρετικά γρήγορα και δεν γίνεται αντιληπτή από το 
χρήστη. Συνεπώς, το TDD µπορεί να υποστηρίξει τόσο συµµετρικές, όσο και 
ασύµµετρες επικοινωνίες, καθώς επίσης και συνδυασµό αυτών. Επιπλέον, 
υπάρχει η δυνατότητα αλλαγής της χωρητικότητας των καναλιών uplink και 
downlink, µεταβάλλοντας τον αριθµό των timeslots που είναι αφιερωµένα στο 
ένα ή στο άλλο κανάλι. Αυτή η ασυµµετρία είναι ιδιαίτερα χρήσιµη για 
παράδειγµα κατά την πρόσβαση στο Internet, όπου ο χρήστης έχει µικρές 
απαιτήσεις κατά το uplink, αλλά πολύ µεγαλύτερες κατά το downlink. 
Τα FDD συστήµατα µπορούν επίσης να ρυθµιστούν για ασύµµετρη µετάδοση, 
θεωρητικά, αλλά αυτή είναι µια διαδικασία εξαιρετικά πολύπλοκη. 
• Αποδοτικότατα στη χρήση φάσµατος 
Ως γνωστόν το φάσµα αποτελεί ένα κοινό αγαθό το οποίο είναι περιορισµένο και 
συνεπώς οι σχεδιαστές συστηµάτων ψάχνουν συνεχώς τρόπους να 
βελτιστοποιήσουν την χρήση του. Όπως έχει ήδη αναφερθεί στα συστήµατα FDD 
χρησιµοποιούνται δύο συχνότητες που διαχωρίζονται από το Κανάλι ∆ιαχωρισµού. 
Αυτό το κανάλι, που χρησιµοποιείται για να αποτραπούν οι παρεµβολές, 
ουσιαστικά µένει αναξιοποίητο και αποτελεί χαµένους πόρους φάσµατος. 
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Αντιθέτως, τα συστήµατα ΤDD, αντί για Κανάλι ∆ιαχωρισµού, απαιτούν ένα 
Χρόνο ∆ιαχωρισµού (guard time), µεταξύ της αποστολής και της λήψης 
δεδοµένων. Αυτό ονοµάζεται ΤΧ/RΧ Transition Gap (ΤΤG). Αυτό το κενό 
χρονικό διάστηµα επιτρέπει στον Σταθµό Βάσης να αλλάξει την λειτουργά από 
transmit mode σε receive mode και αντιστρόφως, οι Κινητές Μονάδες να κάνουν 
την εναλλαγή από receive mode σε transmit mode. Κατά την διάρκεια αυτού του 
κενού, τόσο ο Σταθµός Βάσης όσο και η Κινητή Μονάδα δεν µεταδίδουν 
διαµορφωµένα δεδοµένα. 
Σαν συµπέρασµα µπορούµε µε ασφάλεια να καταλήξουµε στην διαπίστωση ότι για τα 
σηµερινά δεδοµένα και τις ανάγκες του σύγχρονου χρήστη, η τεχνική ΤDD υπερτερεί της 
FDD κατά πολύ. Συνοπτικά τα πλεονεκτήµατα είναι τα εξής: 
• Η τεχνική FDD µπορεί να εφαρµοστεί σε περιπτώσεις συµµετρικής επικοινωνίας, 
π.χ. για µετάδοση φωνής, ενώ η τεχνική ΤDD εφαρµόζεται σε περιπτώσεις   
ασύµµετρων επικοινωνιών, µεταδόσεων που χαρακτηρίζονται από αιχµές 
τηλεπικοινωνιακού φορτίου, όπως είναι η µετάδοση δεδοµένων στο Internet. 
• Στην τεχνική ΤDD, τόσο ο ποµπός όσο και ο δέκτης λειτουργούν στην ίδια 
συχνότητα αλλά διαφορετικές     χρονικές     στιγµές.     Συνεπώς,     σε     αυτά     
τα συστήµατα γίνεται επαναχρησιµοποίηση   των filters, mixers   και synthesizers,   
αφού δεν απαιτείται ο διαχωρισµός της κεραίας εκποµπής από την κεραία λήψης. 
Συνεπώς, είναι πιο οικονοµικά συστήµατα. 
• Η τεχνική ΤDD χρησιµοποιεί το φάσµα αποδοτικότερα σε σχέση µε την FDD 
τεχνική. Έτσι η τεχνική FDD δεν µπορεί να εφαρµοστεί όταν δεν υπάρχει το 
απαιτούµενο φάσµα για την υλοποίηση των Καναλιών ∆ιαχωρισµού µεταξύ των 
καναλιών εκποµπής και λήψης. 
• Τα   συστήµατα   ΤDD   είναι   πιο   ευέλικτα   σε   σχέση   µε   τα   FDD   αφού   
µπορούν   να αντεπεξέλθουν στις απαιτήσεις των χρηστών,  αλλάζοντας 
δυναµικά τους πόρους που διατίθενται για το upload ή το download. 
• Γενικά, η τεχνική ΤDD είναι για τα σηµερινά δεδοµένα η επιθυµητή τεχνολογία 
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duplexing, αφού επιτρέπει στους παρόχους να κάνουν καλύτερη διαχείριση του 
φάσµατος, κρατώντας παράλληλα τα κόστη εξοπλισµού σε χαµηλό επίπεδα, και 
ικανοποιώντας ταυτόχρονα τις διαφορετικές ανάγκες του κάθε χρήστη. 
2.4.2  ΤΕΧΝΙΚΕΣ ΠΟΛΛΑΠΛΗΣ ΠΡΟΣΒΑΣΗΣ 
 
Ο στόχος της πολυπλεξίας είναι το δίκτυο να µπορεί να εξυπηρετήσει όσο το 
δυνατόν περισσότερους χρήστες µε χρήση του ίδιου bandwidth. Οι πιο συχνά 
χρησιµοποιούµενες τεχνικές multiplexing είναι οι παρακάτω: 
• Τεχνική Frequency Division Multiple Access (FDΜΑ) 
• Τεχνική Time Division Multiple Access (ΤDΜΑ) 
• Τεχνική  Advanced ΤDΜΑ 
• Τεχνική Code Division Multiple Access (CDΜΑ) 
• Τεχνική Wideband CDΜΑ (WCDΜΑ) 
• Τεχνική Hybrid CDΜΑ/ΤDΜΑ 
• Τεχνική Orthogonal Frequency Division Multiplexing (OFDΜ) 
Με την χρήση της τεχνικής Frequency Division Multiplexing (FDΜ), κάθε 
χρήστης χρησιµοποιεί µια συγκεκριµένη συχνότητα. Ο µέγιστος αριθµός χρηστών 
είναι ανάλογος µε το bandwidth του καναλιού. Η Εικόνα 11 παρουσιάζει Ν 
διαφορετικούς χρήστες, ο καθένας εκ των οποίων καταλαµβάνει ένα κανάλι. Το 
FDΜΑ µπορεί να χρησιµοποιηθεί τόσο µε το FDD όσο και µε το ΤDD. 
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Εικόνα 11   ∆οµή FDMA σχεδιασµού 
 
Η  Εικόνα  12,  δείχνει την χρήση της τεχνικής FDΜΑ µε δύο  Κινητές Μονάδες 
Α και Β που επικοινωνούν µε το Σταθµό Βάση, στις συχνότητες x και y, 
αντιστοίχως. 
 
 
Εικόνα 12   FDMA µε χρήση FDD για δύο χρήστες (Α και Β) 
 
 51 
Με την χρήση της τεχνικής Time Division Multiplexing (ΤDΜ), επιπροσθέτως µε το 
FDΜΑ, πολλαπλοί χρήστες µπορούν να εξυπηρετηθούν από την ίδια συχνότητα 
καταλαµβάνοντας διαφορετικά timeslots (όσο µικρότερη η διάρκεια του timeslot, 
τόσο περισσότεροι οι χρήστες). Η Εικόνα 13 παρουσιάζει Ν διαφορετικούς χρήστες, 
που καταλαµβάνουν µια δεδοµένη συχνότητα , ο καθένας εκ των οποίων χρησιµοποιεί 
διαφορετικό timeslot. Το ΤDΜΑ µπορεί να χρησιµοποιηθεί τόσο µε το FDD όσο και 
µε το ΤDD. 
 
Εικόνα 13   ∆οµή TDMA σχεδιασµού 
Αν και τελικά επικράτησε η CDΜΑ τεχνική που θα εξετάσουµε παρακάτω, αρχικά 
υπήρξε µια προσπάθεια επέκτασης του ΤDΜΑ που ονοµάστηκε Advanced ΤDΜΑ. 
Μέχρι τα τέλη της δεκαετίας του 90, µόνο ένα πρότυπο κατάφερε να υιοθετηθεί. 
Αυτό ήταν το UWC-136, το οποίο αποτελεί εξέλιξη των αµερικανικών συστηµάτων 
δεύτερης γενιάς. Το πρότυπο αυτό, προβλέπει τη χρήση τριών κατηγοριών εύρους 
ζώνης. Αυτές είναι των 3 ΚHz, των 200 ΚΗz, και τέλος των 1,6 ΜΗz. 
Η µέθοδος πρόσβασης Code Division Multiple Access (CDΜΑ) βασίζεται στην 
τεχνική διαµόρφωσης Direct Sequence Spread Spectrum (DSSS), στην οποία τα 
δεδοµένα που µεταδίδει / λαµβάνει ο χρήστης, «µοιράζονται» σε ένα µεγαλύτερο 
εύρος ζώνης. Όπως φαίνεται και στην Εικόνα 14, τα δεδοµένα του χρήστη (π.χ. 
 52 
φωνή) µοιράζονται σε ένα µεγαλύτερο φάσµα, καθώς πολλαπλασιάζονται µε ένα 
υψηλότερου ρυθµού κώδικα «µοιράσµατος» (spreading code). Αυτός ο κώδικας είναι 
µια ψευδό-τυχαία ακολουθία από bits, που ονοµάζονται "chips". Το τελικό σήµα που 
λέγεται και "spread signal", διαµορφώνεται και µεταδίδεται . Στην άλλη 
άκρη της τηλεπικοινωνιακής γραµµής, το spread signal, πολλαπλασιάζεται ξανά µε 
τον ίδιο κώδικα, οπότε και προκύπτουν τα αρχικά δεδοµένα. Το DSSS παρέχει 
προηγµένη ασφάλεια καθώς και καλή ανοχή ατό γνωστό πρόβληµα της πολύ-
οδικής εξασθένησης (multipath fading). Με την CDΜΑ τεχνική, πολλαπλοί χρήστες 
µπορούν να επικοινωνούν µε το δίκτυο ταυτόχρονα, µε χρήση DSSS σε ένα 
µοναδικό κανάλι (Εικόνα 15). Επίσης πρέπει να αναφερθεί ότι κάθε χρήσης 
διαφοροποιείται από τους υπόλοιπους, µε χρήση µοναδικού spreading code. Η 
χωρητικότητα του συστήµατος δεν βασίζεται στο εύρος συχνοτήτων. Συνεπώς, 
θεωρητικά δεν υπάρχει άνω κατώφλι ως προς τον αριθµό των πιθανών χρηστών. 
Στην πράξη όµως, όσο περισσότεροι χρήστης εισάγονται στο σύστηµα τόσο αυξάνει 
ο θόρυβος, αυξάνοντας τον ρυθµό σφαλµάτων. Συνήθως, σε κάθε κανάλι µπορούν να 
εισαχθούν έως και 64 χρήστες. Ένα από τα µεγαλύτερα πλεονεκτήµατα του CDΜΑ σε 
σχέση µε το ΤDΜΑ, είναι ότι εξαλείφει την ανάγκη για δηµιουργία πλάνου 
συχνοτήτων, καθώς πλέον ο συντελεστής επαναχρησιµοποίησης συχνοτήτων, 
δηλαδή ανά πόσα κελιά επαναλαµβάνεται ένα set συχνοτήτων, ισοδυναµεί µε 1. Ο 
αριθµός timeslots που αφιερώνονται σε κάθε χρήστη, είναι περιορισµένος, όταν τα 
επίπεδα θορύβου ξεπεράσουν ένα προκαθορισµένο κατώφλι. Τέλος το CDΜΑ µπορεί 
να χρησιµοποιηθεί τόσο µε το FDD όσο και µε το ΤDD. 
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Εικόνα 14   Παράδειγµα DSSS διαµοιρασµού σήµατος για ένα χρήστη 
 
 
Εικόνα 15   ∆οµή CDMA σχεδιασµού 
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Το W-CDMA ονοµάστηκε Wideband, εξαιτίας του πολύ µεγαλύτερου φάσµατος που 
χρησιµοποιεί, σε σχέση µε το CDΜΑ. Συγκεκριµένα, ενώ το cdma2000 χρησιµοποιεί 
εύρος ζώνης 1,25 ΜΗz, το W-CDΜΑ χρησιµοποιεί µεγαλύτερο εύρος ζώνης των 5 ΜΗz. Το 
µεγαλύτερο φάσµα ήταν απόρροια της ανάγκης για επίτευξη υψηλότερων ρυθµών µετάδοσης 
δεδοµένων και συγκεκριµένα στα 144 και 384 Κbps. 
Όπως έχει γίνει κατανοητό, υπάρχουν δύο κατηγορίες CDΜΑ προτύπων. Αυτές οι 
κατηγορίες σχετίζονται µε το πώς επικοινωνούν µεταξύ τους οι Σταθµοί Βάσης. Στα 
συγχρονισµένα δίκτυα που αντιπροσωπεύουν την πρώτη κατηγορία, οι σταθµοί 
βάσης είναι συγχρονισµένοι κάθε χρονική στιγµή µεταξύ τους. Ο τύπος αυτός των 
δικτύων, έχει υιοθετηθεί στην Βόρεια Αµερική και το πρότυπο cdma2000 αποτελεί 
τον σηµαντικότερο αντιπρόσωπο αυτής της κατηγορίας. Από την άλλη πλευρά, στην 
Ευρώπη επικρατούν τα ασύγχρονα δίκτυα, που έχουν υιοθετήσει το πρότυπο 
WCDΜΑ. Επειδή η πρόταση αυτή είναι στηριγµένη στο δίκτυο GSΜ, φαντάζει ως 
η φθηνότερη επιλογή. Με τον τρόπο αυτό, εξασφαλίζεται η υποστήριξη όλων των 
υπηρεσιών ενός 05Μ δικτύου από ένα WCDΜΑ δίκτυο. 
Το υβριδικό CDΜΑ/ΤDΜΑ ήταν µια λύση που προτάθηκε από τον ΕΤSΙ για το 
UMTS. Σύµφωνα µε το πρότυπο αυτό, κάθε πλαίσιο του ΤDΜΑ, διαιρείται σε 
οκτώ χρονοθυρίδες. Σε κάθε χρονοθυρίδα γίνεται πολυπλεξία των διαφορετικών 
καναλιών µε χρήση της µεθόδου CDΜΑ. Το πιο σηµαντικό πλεονέκτηµα του Hybrid 
CDΜΑ/ΤDΜΑ, είναι ότι η δοµή των πλαισίων είναι όµοια µε αυτή του GSΜ 
προτύπου και έτσι υπάρχει συµβατότητα. Εντούτοις, η συγκεκριµένη πρόταση του 
ΕΤSΙ, δεν υποστηρίζεται πια και το πρότυπο έχει εγκαταλειφθεί. Από την άλλη 
πλευρά, η υβριδική λογική του CDΜΑ/ΤDΜΑ δεν εγκαταλείφθηκε εντελώς από 
τα δίκτυα 3ης γενιάς, αφού χρησιµοποιείται σε αρκετά από τα τµήµατα του UΜΤS 
συστήµατος, έχοντας όµως διαφορετικά χαρακτηριστικά. 
Η Orthogonal Frequency Division Multiplexing (ΟFDΜ) τεχνική, είναι µια 
σύνθετη τεχνική διαµόρφωσης για µετάδοση, βασισµένη στην ιδέα του FDΜ όπου 
στο κάθε κανάλι εκτελείται µια ειδική διαµόρφωση. Με την ΟFDΜ διαµόρφωση, οι 
συχνότητες και η διαµόρφωση αυτών, γίνεται µε τέτοιο τρόπο ώστε τα κανάλια να 
είναι ορθογώνια µεταξύ τους. Με τον τρόπο αυτό αντιµετωπίζεται το πρόβληµα 
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της συγκαναλικής παρεµβολής (cο-channel interference). Η OFDΜ τεχνική, διαιρεί το 
φάσµα συχνοτήτων σε υποµπάντες αρκετά µικρές ώστε η συµπεριφορά του 
ασύρµατου καναλιού προς αυτές να είναι σταθερή. Στην συνέχεια εφαρµόζεται µια 
διαµόρφωση του τύπου ΒΡSΚ, QPSΚ, Μ-QΑΜ σε κάθε υποµπάντα. Έτσι η 
εφαρµογή της τεχνικής αυτής αντιµετωπίζει το multipath και την διασυµβολική 
παρεµβολή. Το πρότυπο ΟFDΜ, αποτελεί την βάση για πολλά πρότυπα 
τηλεπικοινωνιών όπως το 802.11a, 802.11g, το WLAN, αλλά και την τεχνολογία 
Asymmetric Digital Subscriber Line (ΑDSL). Τα πλεονεκτήµατα που το 
κατέστησαν τόσο δηµοφιλές είναι: 
• η αποδοτική χρήση του παρεχόµενου εύρους ζώνης και 
• η ανοχή στις παρεµβολές. 
Από την άλλη πλευρά το κυριότερο µειονέκτηµα του ΟFDΜ είναι το γεγονός ότι 
αποτελεί ένα ιδιαίτερο ενεργοβόρο σύστηµα. Αυτός µπορεί να είναι και ο λόγος για 
τον οποίο καµία από τις επικρατούσες τεχνολογίες για τα κινητά 3ης γενιάς δεν έχουν 
εφαρµόσει το ΟFDΜ. Παρόλα αυτά η ενσωµάτωση του προτύπου στα κινητά 
συστήµατα της επόµενης γενιάς θεωρείται σχεδόν βέβαιη. 
2.4.3 ΤΕΧΝΙΚΕΣ ∆ΙΑΜΟΡΦΩΣΗΣ 
Στα κυτταρικά συστήµατα 1G είχε χρησιµοποιηθεί αναλογική διαµόρφωση, ενώ 
στις επόµενες γενιές χρησιµοποιήθηκαν ψηφιακές διαµορφώσεις. Γενικά, οι 
ψηφιακές διαµορφώσεις χαρακτηρίζονται ως γραµµικές όταν το πλάτος του 
µεταδιδόµενου σήµατος είναι γραµµικώς ανάλογο του διαµορφωµένου σήµατος, και 
ως µη-γραµµικές, όταν το πλάτος παραµένει σταθερό. Στα σύγχρονα συστήµατα, 
µπορούν να χρησιµοποιηθούν και τα δύο είδη.  
Οι πιο συχνά χρησιµοποιούµενες τεχνικές γραµµικής διαµόρφωσης είναι οι εξής: 
• Binary Phase Shift Keying (ΒΡSΚ), 
• Differential Phase Shift Keying (DΡSΚ), 
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• Quadrature Phase Shift Keying (QPSΚ), 
• π /4 QΡSΚ. 
Οι πιο συχνά χρησιµοποιούµενες τεχνικές µη-γραµµικής διαµόρφωσης είναι οι εξής: 
• Binary Frequency Shift Keying (ΒFSΚ), 
• Minimum Shift Keying (ΜSΚ), 
• Gaussian Minimum Shift Keying (GMSΚ). 
 
2.5  INTERSYSTEM  HANDOVERS 
Με την είσοδο των ψηφιακών κυτταρικών συστηµάτων όπως το GSΜ, οι χρήστες της 
κινητής τηλεφωνίας βίωσαν την εµπειρία της ελεύθερης µετακίνησης, ενώ παράλληλα 
παρέµεναν συνδεδεµένοι στο δίκτυο. Ακόµα και κατά την διάρκεια µιας κλήσης ο 
χρήστης µπορεί να µετακινείται από το ένα κύτταρο στο άλλο χωρίς να διακόπτεται η 
κλήση που πραγµατοποιεί. Η διαδικασία του να µεταγάγεται µια κλήση από το ένα 
ράδιο - κανάλι στο άλλο, ώστε να εξασφαλίζεται η αδιάκοπη επικοινωνία, ονοµάζεται 
handover. Αυτός ήταν και ο αρχικός τρόπος λειτουργίας των δικτύων φωνής και 
δεδοµένων µεταγωγής κυκλώµατος. Καθώς το GPRS είναι βασισµένο στο 2G GSΜ 
δίκτυο, το handover πρέπει και όντως χρησιµοποιείται και µε τα δίκτυα µεταγωγής 
πακέτων. Στα δίκτυα µεταγωγής πακέτων, το handover είναι περισσότερο γνωστό ως 
Routing Area Update (RAU). 
Με την εισαγωγή του προτύπου UΜΤS, οι χρήστες περιµένουν την ίδια ελευθερία 
κίνησης αλλά και ποιότητα όσον αφορά το handover, όπως και στο GSΜ πρότυπο. Οι 
παροχείς δικτύων θα πρέπει να εξασφαλίσουν ότι τα δίκτυα τους είναι ικανά να 
πραγµατοποιούν handovers όταν αυτά απαιτούνται από την κινητικότητα των χρηστών. 
Το handover πρέπει να πραγµατοποιείται όταν µια Κινητή Μονάδα κατά την διάρκεια µιας 
κλήσης, δηλαδή µιας ενεργής συνόδου (είτε µεταγωγής κυκλώµατος είτε µεταγωγής 
πακέτου), µετακινείται από την µια περιοχή κάλυψης από ένα Σταθµό Βάσης σε µια άλλη. 
Ο χρόνος που απαιτείται για την πραγµατοποίηση της διαδικασίας handover είναι 
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εξαιρετικής σηµασίας ώστε να διατηρηθεί ένα ικανοποιητικό επίπεδο αντιληπτής 
επικοινωνίας, ειδικά όταν η σύνοδος είναι διαδραστική όπως συµβαίνει µε τις κλήσεις 
οµιλίας. 
Ενώ όµως το handover είναι µια standard διαδικασία εντός του κάθε τύπου δικτύου 
ξεχωριστά, η οποία δεν χρειάζεται να αναλυθεί στην παρούσα εργασία, εντούτοις το 
intersystem (δια-συστηµικό) handover µεταξύ δικτύων µεταγωγής πακέτων και 
κυκλώµατος δεν υποστηρίζεται σε πραγµατικό χρόνο λόγω της έλλειψης κατάλληλης 
υποστήριξης στο GSΜ/GPRS. Παρόλα αυτά η σύνδεση ΡDΡ context, διατηρείται και 
τα πακέτα προωθούνται στην νέα θέση της Κινητής Μονάδας. 
Intersystem handovers ονοµάζονται εκείνα που πραγµατοποιούνται µεταξύ δύο 
διαφορετικών τεχνολογιών ασύρµατης πρόσβασης. Προς το παρόν, το 3GΡΡ έχει θέσει τις 
προδιαγραφές για intersystem handovers µεταξύ συστηµάτων GSΜ και UΜΤS. Κατά 
συνέπεια, υπάρχουν δύο τύποι intersystem handover: το handover από UΜΤS σε GSΜ και 
το handover από GSΜ σε UΜΤS. 
 
Εικόνα 16 Intersystem Handover µεταξύ GSM/GPRS (2G) και UMTS (3G) δικτύων 
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Η υλοποίηση των δικτύων UΜΤS έχει ήδη προχωρήσει αρκετά σε αστικές και 
ηµιαστικές περιοχές µε µεγάλο όγκο κίνησης δικτύου, ενώ στις αγροτικές περιοχές θα 
καθυστερήσει αρκετά η επέκταση τους. Αυτό σηµαίνει ότι εντός του δικτύου ενός 
παρόχου υπάρχει τόσο UΜΤS όσο και GSΜ υποδοµή. Κάτι τέτοιο µεταφράζεται σε 
µεγάλο αριθµό περιπτώσεων intersystem handovers καθώς οι χρήστες του δικτύου θα 
µετακινούνται από την µια περιοχή στην άλλη. Συνεπώς θα πρέπει να πραγµατοποιούνται 
handovers µεταξύ διαφόρων περιοχών που έχουν είτε GPRS είτε UΜΤS κάλυψη. 
Εξάλλου οι νέες Κινητές Μονάδες για δίκτυα UΜΤS λειτουργούν µε dual mode έτσι ώστε 
να µπορούν να λειτουργούν είτε σε UΜΤS mode είτε σε GSΜ mode, όταν µετακινούνται 
από UΜΤS κάλυψη σε GSΜ κάλυψη. 
Το υπάρχον GSΜ network θα χρησιµοποιείται ως ένα αδιάκοπο δίκτυο κάλυψης που θα 
λειτουργεί επικουρικά στο WCDΜΑ δίκτυο το οποίο βρίσκεται υπό υλοποίηση. Από την 
άλλη πλευρά, τα WCDΜΑ κύτταρα µπορούν να θεωρηθούν ως µια επέκταση σε 
χωρητικότητα στο GSΜ δίκτυο, µε διαµοιρασµό τηλεπικοινωνιακής κίνησης µεταξύ 
WCDΜΑ και GSΜ. 
Το handover είναι µια περίπλοκη τεχνική διαδικασία, ειδικά όταν πραγµατοποιείται 
µεταξύ δικτύων 2ης και 3ης γενιάς. Σε τέτοιες περιπτώσεις πρέπει να χρησιµοποιηθούν 
διαφορετικές τεχνικές σηµατοδοσίας και αναδροµολόγηση του καναλιού µέσα σε 
κλάσµατα δευτερολέπτων. Γενικά, παρουσιάζονται πολλά προβλήµατα τα οποία πρέπει να 
αντιµετωπιστούν. 
Το πρώτο πρόβληµα που δηµιουργείται είναι το πώς η κινητή µονάδα θα γνωρίζει τη 
συχνότητα εκποµπής του νέου κελιού (για ένα handover προς το GSΜ) ή τον κώδικα που 
χρησιµοποιεί το κελί του UTRΑΝ. Η λύση που προτάθηκε από το 3GΡΡ και υιοθετήθηκε 
από τη βιοµηχανία ήταν η αποστολή αυτής της πληροφορίας u945 από το αρχικό 
κελί. Ένα άλλο πρόβληµα είναι ο υπολογισµός της έντασης του σήµατος στα 
υποψήφια κελιά προκειµένου να επιλεχθεί το κατάλληλο για το intersystem handover. 
Για το σκοπό αυτό µπορούν να χρησιµοποιηθούν δύο δέκτες στην Κινητή Μονάδα ή να 
δηµιουργηθούν κάποια timeslots, προκειµένου να γίνουν οι απαραίτητες µετρήσεις. 
Τέλος, ένα άλλο πρόβληµα είναι η ραγδαία µείωση του ρυθµού µετάδοσης στην 
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περίπτωση του handover από UΜΤS προς GSΜ. Είναι δυνατό να συµβεί το ενδεχόµενο 
ένας χρήστης ενώ λαµβάνει δεδοµένα από το UΤRΑΝ µε ρυθµό που προσεγγίζει τα 2 
Μbps, µετά την πραγµατοποίηση του handover να λαµβάνει µόνο ένα µικρό ποσοστό από 
τον αρχικό ρυθµό. 
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ΚΕΦΑΛΑΙΟ 3 
ΑΣΥΡΜΑΤΑ ∆ΙΚΤΥΑ ∆Ε∆ΟΜΕΝΩΝ 
 
3.1 ΕΙΣΑΓΩΓΗ 
Στο 3ο Κεφάλαιο, περνάµε πλέον στα Ασύρµατα ∆ίκτυα ∆εδοµένων. Γίνεται µια 
σύντοµη περιγραφή των προτύπων που έχουν καθοριστεί και συγκεκριµένα στα 
πρότυπα ΙΕΕΕ 802.15 Wireless Personal Area Networks (WPANs) µε κυριότερους 
εκφραστές τα δίκτυα βασιζόµενα σε Bluetooth και IrDA, το πρότυπο ΙΕΕΕ 802.11 
Wireless Local Area Networks (WLANs) µε σηµαντικότερους εκπροσώπους τα WiFi 
και Hyperlan/2, το πρότυπο ΙΕΕΕ 802.16 Wireless Metropolitan Area Networks 
(WMANs) ή αλλιώς γνωστότερο ως WiΜΑΧ και τέλος το πρότυπο ΙΕΕΕ 802.20 
Wireless Wide Area Networks (WWANs) ή διαφορετικά Mobile Broadband 
Wireless Access (MWBA) το οποίο είναι υπό διερεύνηση ακόµα και φιλοδοξεί να 
αποτελέσει το ασύρµατο ανάλογο της τεχνολογίας xDSL, καθώς θα προσφέρει 
ασύρµατες ευρυζωνικές υπηρεσίες. 
3.2 ΑΣΥΡΜΑΤΑ ∆ΙΚΤΥΑ Wireless Personal Area Networks (WPANs)   
Με τον όρο WPANs (Wireless Personal Area Networks) ονοµάζουµε τα δίκτυα µικρής 
έως πολύ µικρής ακτίνας, από µερικά εκατοστά έως και µερικά µέτρα που µπορούν να 
χρησιµοποιηθούν για την ανταλλαγή δεδοµένων και πληροφοριών. Τα WPANs έχουν 
σαν σκοπό την εξάλειψη των καλωδίων µεταξύ των υπολογιστών και των 
περιφερειακών τους, βοηθώντας τους χρήστες τους να κάνουν τις καθηµερινές 
δουλειές τους πιο αποδοτικά και µε πολύ λιγότερο κόπο. 
Οι δυο βασικότεροι εκπρόσωποι αυτής της κατηγορίας ασύρµατων δικτύων 
δεδοµένων είναι το γνωστό Bluetooth και η τεχνολογία υπερύθρων IrDA. Στις 
επόµενες παραγράφους θα εξειδικεύσουµε πάνω σε αυτές τις τεχνολογίες και πιο 
συγκεκριµένα στην αρχιτεκτονική τους και στα πρωτόκολλα που χρησιµοποιούν. 
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3.2.1  BLUETOOTH 
Η committee ΙΕΕΕ 802 σύντοµα αντελήφθη την σηµασία και την προοπτική της 
short-range επικοινωνίας και ίδρυσε το ΙΕΕΕ 802.15 Working Group για τα WPANs. 
Ορίστηκαν 4 Task Groups που αποτελούν το 802.15 WG: 
• ΙΕΕΕ 802.15 WΡΑΝ/Bluetooth ΤG1 - Το ΤG1 ιδρύθηκε για να υποστηρίξει 
εφαρµογές που απαιτούν µεσαίου µεγέθους bandwidth. Σκοπός αυτών των 
WPANs είναι να χρησιµοποιηθούν σε µια σειρά από εφαρµογές από κινητά 
τηλέφωνα (Bluetooth hands-frees) έως ΡDΑ επικοινωνία και έχει QoS ικανό 
για εφαρµογές φωνής. 
• ΙΕΕΕ 802.15 ΤG2 - Πολλά ασύρµατα πρωτόκολλα όπως το Bluetooth και το 
802.11b αλλά και  ηλεκτρικές συσκευές όπως οι  φούρνοι  µικροκυµάτων  
λειτουργούν στην 2.4 GHz Industrial Scientific Medical µπάντα   συχνοτήτων   
όπου και δεν χρειάζεται άδεια (unlicensed). Η 802.15 ΤG2 αναπτύσσει 
τεχνικές για να διευκολύνει την συνύπαρξη όλων των παραπάνω µε σκοπό την 
ελαχιστοποίηση της παρεµβολής. 
• ΙΕΕΕ 802.15 ΤG3 - Το ΤG3 έχει σαν σκοπό την δηµιουργία ενός νέου 
standard για high-rate (περισσότερο από 20 Mbit/s) WΡΑΝs. 
• ΙΕΕΕ 802.15 ΤG4 - Το ΤG4 έχει σαν σκοπό την δηµιουργία ενός νέου standard 
µε ιδιαίτερα µικρή πολυπλοκότητα, κόστος και ελάχιστη δυνατή κατανάλωση 
ισχύος για χαµηλής ταχύτητας διασύνδεση (200 Kbits/s ή και λιγότερο) 
µεταξύ οικονοµικά φθηνών σταθερών, φορητών ή µετακινούµενων 
συσκευών. Τέτοιες εφαρµογές βρίσκουµε σε αισθητήρες (sensors), παιχνίδια 
αλληλεπίδρασης, ασύρµατα τηλεχειριστήρια και αυτοµατισµούς σπιτιού. 
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Εικόνα 17   Τα σηµαντικότερα Bluetooth flavors 
Ένα σηµαντικό στοιχείο για την χρήση των WPANs είναι η διασύνδεση διαφορετικών 
ασύρµατων τεχνικών για την δηµιουργία ετερογενών ασύρµατων δικτύων. Για 
παράδειγµα τα WPANs όσο και τα WLANs θα µπορούν να χρησιµοποιηθούν σαν µια 
προέκταση των 3G cellular networks (UMTS CDΜΑ2000) σε συσκευές χωρίς cellular 
πρόσβαση. Επιπλέον συσκευές συνδεδεµένες σε ένα WPAN µπορούν να είναι σε θέση 
να χρησιµοποιήσουν ένα συνδυασµό 3G και WLAN πρόσβασης επιλέγοντας αυτήν 
που είναι πλεονεκτικότερη τη δεδοµένη στιγµή. 
Η Bluetooth τεχνολογία πρωτοεµφανίστηκε εµπορικά το 1998 και από τότε το 
Bluetooth Special Interest Group (SIG) κατευθύνει την ανάπτυξη των προδιαγραφών 
του, συµπεριλαµβανοµένων των χρησιµοποιούµενων από το Bluetooth 
πρωτοκόλλων και των εφαρµογών. Η τεχνολογία Bluetooth γρήγορα έγινε ένα 
πρότυπο που έχει υιοθετηθεί από πολλές εταιρίες όπως Microsoft, Intel, ΙΒΜ, 
Ericsson, Motorola, Nokia, Toshiba και άλλες. Οι προδιαγραφές του Bluetooth 
χωρίζονται σε δύο µέρη: 
• The Core   Αυτό το τµήµα καθορίζει τα στοιχεία όπως την συχνότητα, τον 
τρόπο πρόσβασης στο µέσο, την συντήρηση της σύνδεσης, το επίπεδο 
µεταφοράς και την λειτουργία µε διαφορετικό πρωτόκολλα επικοινωνίας. 
• The Profile  Το τµήµα αυτό καθορίζει τα πρωτόκολλα και τις διεργασίες που 
απαιτούνται για διαφορετικούς τύπους Bluetooth εφαρµογών. 
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Το Bluetooth λειτουργεί σε µια µπάντα συχνοτήτων που ξεκινάει στα 2.402 GΗz και 
τελειώνει στα 2.483 GΗz στην Αµερική και τις περισσότερες χώρες της Ευρώπης. 
Συνολικά καθορίζονται 79 RF κανάλια πλάτους 1MHz. Ο ρυθµός µετάδοσης των 
δεδοµένων είναι 1Mbit/s. Με την βοήθεια µιας Time Division Duplex τεχνικής 
χωρίζεται το κάθε κανάλι σε slots διάρκειας 625µs και δεδοµένου του ρυθµού 
µετάδοσης κάθε slot περιέχει 625 bits. Η µετάδοση στο Bluetooth γίνεται σε πακέτα 
των 1, 3 ή 5 slots. Κάθε πακέτο µεταδίδεται σε µια διαφορετική hop frequency µε την 
χρήση της frequency-hopping, spread spectrum (FHSS) τεχνικής. Η µέγιστη 
ταχύτητα αλλαγής συχνοτήτων (frequency hopping rate) είναι 1600hops/s και είναι 
ιδιαίτερα υψηλή για την αποφυγή παρεµβολής από άλλες συσκευές. 
Σκοπός των τεχνικών χαρακτηριστικών του Bluetooth, είναι να εξαλειφθεί η ανάγκη 
για καλώδια και να απλοποιηθεί η δηµιουργία ad-hoc δικτύων µεταξύ των συσκευών. 
Χρησιµοποιεί φθηνό εξοπλισµό για την µετάδοση και την λήψη των σηµάτων στο 
φυσικό επίπεδο και για την Master - Slave σχέση των συσκευών στο ΜΑC επίπεδο. Ο 
Master περιοδικά στέλνει ένα poll στους Slaves ρωτώντας τους εάν έχουν πληροφορίες. 
Ο Slave µόνο όταν λάβει ένα poll είναι σε θέση να µεταδώσει. Συνεπώς ο Master είναι 
υπεύθυνος για τον έλεγχο της πρόσβασης στο δίκτυο, παρέχοντας υπηρεσίες στους 
Slaves και επιτρέποντας τους να εξοικονοµούν ενέργεια. 
Ο Master µπορεί να ελέγξει άµεσα µέχρι επτά Slave συσκευές. Το δίκτυο που 
σχηµατίζεται ονοµάζεται piconet. Τα piconets είναι µικρά WPANs που σχηµατίζονται 
όταν συσκευές Bluetooth βρίσκονται σε κοντινή απόσταση και µοιράζονται την ίδια 
hopping συχνότητα. Με ένα σύνολο από 79 RF κανάλια και διάρκεια slot 626µs 
επιτρέπουν την δηµιουργία piconets του 1Μbit/s data rate. Εάν η ισχύς µετάδοσης είναι 
κοντά στα 100mW τότε οι συσκευές µπορούν να βρίσκονται σε απόσταση έως 10 
µέτρα. Εάν αντίθετα χρησιµοποιηθούν ειδικοί transeivers µπορούµε να επιτύχουµε 
αποστάσεις έως και 100 µέτρα. Η τεχνολογία Bluetooth µπορεί να υποστηρίξει την 
µετάδοση τόσο δεδοµένων όσο και φωνής. Πιο συγκεκριµένα υποστηρίζει µία point-to-
multipoint asynchronous-connectionless link (ACL) για δεδοµένα µε data rate 723.3 Kbps 
και µια σύνδεση επιστροφής 57.6 Κbps ή έως τρεις point-to-point synchronous 
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connection-oriented links κυρίως για µετάδοση φωνής µε 64Κbps η κάθε µία σε κάθε 
κατεύθυνση. 
Οι slave συσκευές εκτός από active µπορούν να βρίσκονται σε άλλες τρεις καταστάσεις 
ώστε να καταναλώνουν χαµηλότερη ενέργεια. Αυτές είναι οι sniff, hold και park 
καταστάσεις. Στην sniff κατάσταση η συσκευή αποδέχεται δεδοµένα από τον master 
µόνο σε συγκεκριµένα time slots και τον υπόλοιπο χρόνο «κοιµάται». Στην hold 
κατάσταση οι συσκευές «ακούν» τον master και γίνονται ενεργές µόνο εάν τους ζητηθεί. 
Τέλος στην park κατάσταση οι συσκευές παραµένουν συγχρονισµένες στο piconet αλλά 
δεν απαντούν στα µηνύµατα του master µε αποτέλεσµα να µην αναγνωρίζονται πλέον από 
αυτόν. 
Μια συσκευή µπορεί να µπαίνει και να φεύγει από ένα piconet χωρίς να δηµιουργεί 
κανένα πρόβληµα σε αυτό. Σε περίπτωση που περισσότερες από 8 συσκευές θέλουν να 
δηµιουργήσουν ένα δίκτυο µπορούν να το επιτύχουν. Για να συµβεί αυτό αρκεί µια 
συσκευή να λειτουργήσει σαν µια γέφυρα µεταξύ δύο piconets και να δηµιουργηθεί ένα 
scatternet. 
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Εικόνα 18   Ένα Bluetooth scatter net 
 
 
 
 
 
 
 
 66 
3.2.2 INFRARED DATA ASSOCIATION’S (IrDA) SERIAL 
         INFRARED (SIR) DATA AND ADVANCED INFRARED (Air)  
Η Infrared Data Association’s (IrDA) ιδρύθηκε το 1993 σαν ένας µη κερδοσκοπικός 
οργανισµός και αποτελείται από κατασκευαστές συσκευών που ανέπτυξαν ένα 
standard για την µετάδοση δεδοµένων µέσω υπέρυθρων ακτινών. Σκοπός τους 
ήταν η δηµιουργία ενός χαµηλού κόστους, χαµηλής κατανάλωσης, half duplex, serial 
data διασύνδεσης πρωτοκόλλου. Το IrDA SIR Specification χωρίζεται σε τρία µέρη: 
IrDA Data, IrDA Control και IrDA PC99. Το κάθε ένα απευθύνεται σε διαφορετικό 
είδος εφαρµογών ανάλογα µε τις συσκευές που πρόκειται να διασυνδέσει. Το 
IrDA PC99 σκοπεύει σε χαµηλής ταχύτητας συσκευές, όπως πληκτρολόγια, 
joysticks και ποντίκια. Το IrDA Control απευθύνεται σε περιφερειακά υπολογιστών 
που απαιτούν µεγαλύτερες ταχύτητες όπως εκτυπωτές και σαρωτές. Τέλος το IrDA 
Data συστήνεται για υψηλής ταχύτητας, µικρής εµβέλειας, point-to-point διασύνδεση 
συσκευών που έχουν οπτική επαφή. 
Το IrDA Data πρωτόκολλο είναι το πιο διαδεδοµένο από τα τρία, αλλά παρόλα αυτά 
έχει κάποιους σοβαρούς περιορισµούς. Πρώτον αν και η αρχιτεκτονική του 
υποστηρίζει point-to-multipoint συνδέσεις το IrDA Data standard δεν έχει 
ασχοληθεί µε τον καθορισµό των πρωτοκόλλων µε τα οποία θα επιτυγχάνεται αυτή η 
λειτουργία. ∆εύτερον σε ένα δεδοµένο χώρο η εγκαθίδρυση µιας σύνδεσης µεταξύ 
δύο συσκευών εµποδίζει την εγκαθίδρυση συνδέσεων µεταξύ άλλων συσκευών που 
βρίσκονται στην ίδια ακτίνα δράσης. Συνεπώς το µέσο χρησιµοποιείται αποκλειστικά 
από ένα ζεύγος συσκευών. Τα παραπάνω σηµαντικά µειονεκτήµατα οδήγησαν την 
IrDA community στην επέκταση του πρωτοκόλλου ώστε να επιτρέπει την πολλαπλή 
διασύνδεση συσκευών. Αποτέλεσµα της µελέτης ήταν το IrDA AIR specification το 
οποίο προσθέτει κάποιες βελτιώσεις στην ελευθερία κίνησης των συσκευών. 
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3.2.3 ΣΥΓΚΡΙΤΙΚΟΣ ΠΙΝΑΚΑΣ ΤΩΝ ΠΡΩΤΟΚΟΛΛΩΝ ΓΙΑ 
WPANs 
Στην συνέχεια παρατίθενται σε ένα πίνακα τα κυριότερα χαρακτηριστικά των 
σηµαντικότερων πρωτοκόλλων WPANs. 
 
Πίνακας 6   Συγκριτικός πίνακας χαρακτηριστικών IrDA και Bluetooth flavors. 
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3.3  ΑΣΥΡΜΑΤΑ ∆ΙΚΤΥΑ WIRELESS LOCAL AREA NETWORKS 
(WLANs) 
Τα Wireless Local Area Networks (WLANs) είναι µια εναλλακτική λύση στα 
συνηθισµένα LANs όπου τα δεδοµένα µεταφέρονται µέσω καλωδίων. Όπως και στα 
WPANs έτσι και στα WLANs ο αέρας χρησιµοποιείται σαν φυσικό µέσο µετάδοσης. 
Η βασική λειτουργία παραµένει ίδια µε αυτήν ενός ενσύρµατου LAN αλλά ο ρυθµός 
µετάδοσης είναι αναµενόµενα χαµηλότερος. 
Τα πλεονεκτήµατα των WLANs είναι λίγο πολύ γνωστά. Αρχικά, το Mobility που 
προσφέρει. Με ένα WLΑΝ είµαστε σε θέση να κινούµαστε ενώ ταυτόχρονα θα 
βρισκόµαστε συνδεδεµένοι στο δίκτυο, προφέροντας µεγαλύτερη ευελιξία. 
∆εύτερον, η φθηνή και εύκολη εγκατάσταση, αφού δεν χρησιµοποιούνται καλώδια 
µπορούµε να το εγκαταστήσουµε σε περιβάλλοντα όπου ένα σύνηθες LΑΝ δεν θα 
µπορούσε. Μια ασύρµατη ζεύξη µπορεί να ενώσει δύο κτήρια ακόµα και στην 
περίπτωση που χωρίζονται από ένα δρόµο. 
Όσον αφορά τα µειονεκτήµατα το σηµαντικότερο είναι οι παρεµβολές που 
παρουσιάζονται. Εφόσον η µετάδοση γίνεται µέσω αέρος υπάρχει ο κίνδυνος της 
παρεµβολής από άλλες συσκευές που λειτουργούν σε παρόµοιες συχνότητες. 
Υπάρχουν δύο είδη παρεµβολής, οι Inward Interference, όταν το WLAN 
παρενοχλείται από άλλα προϊόντα ή συστήµατα µετάδοσης και το Outward 
Interference, όταν το WLAN παρενοχλεί άλλα προϊόντα ή συστήµατα µετάδοσης. 
Ένα άλλο µειονέκτηµα είναι η έλλειψη ασφάλειας. Το βασικό πρόβληµα ασφάλειας 
των WLAN είναι ότι µεταδίδουν τα δεδοµένα τους µέσω του αέρα που είναι 
προσβάσιµος από τον οποιοδήποτε. Τα ραδιοκύµατα µπορούν να διαπεράσουν κτήρια 
και να καταλήξουν σε τρίτους. Για τον λόγο αυτό χρησιµοποιείται ένας network 
access code για προστασία από πιθανούς εισβολείς. Τέλος, ένα ακόµα πρόβληµα 
είναι το ηλεκτρονικό σαµποτάζ όταν κάποιος µπει στο δίκτυο και αρχίσει να 
στέλνει συνεχώς λανθασµένα δεδοµένα µε αποτέλεσµα να παρεµποδίζει τους 
νόµιµους χρήστες του δικτύου οι οποίοι θα πρέπει να περιµένουν. Είναι πολύ 
εύκολο να διεισδύσει στο ασύρµατο δίκτυο αρκεί να έχεις την κατάλληλη ασύρµατη 
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συσκευή. Σαν λύση στο παραπάνω πρόβληµα είναι η χρήση κρυπτογράφησης για τα 
δεδοµένα. 
Οι δύο οργανώσεις που δούλεψαν πάνω στην δηµιουργία ενός προτύπου για να 
WLANs ήτανε η ΙΕΕΕ (Institute of Electrical and Electronics Engineers) στις 
Ηνωµένες Πολιτείες και η ΕΤSΙ (European Telecommunications Standards Institute) 
στην Ευρώπη. Οι σηµαντικότεροι εκπρόσωποι προτύπων στην κατηγορία των Wireless 
LΑΝs είναι το ΙΕΕΕ 802.11 πιο γνωστό ως WiFi, και το ΕΤSΙ High Performance 
LΑΝ Type 2, πιο γνωστό ως HIPERLAN/2. Ενώ το πρότυπο της ΙΕΕΕ έχει µεγάλη 
εµπορική επιτυχία, τα προϊόντα που είναι βασισµένα στο HIPERLAN/2 της ΕΤSΙ 
έχουν µείνει πίσω, παρόλα τα αυξηµένα τεχνικά χαρακτηριστικά τους.  
 
3.3.1 IEEE 802.11 Ή WiFi 
Τον Ιούνιο του 1997 η ΙΕΕΕ ολοκλήρωσε το 802.11 standard για τα WLANs, 
γνωστότερο ως WiFi και τον Ιούλιο του ίδιου έτους υιοθετήθηκε από τον 
International Standards Organization (ΙSΟ). Το 802.11 standard διαδόθηκε ευρέως 
καθώς είναι ιδανικό για χρήση σε εργασιακό περιβάλλον, στο σπίτι και για 
περιβάλλοντα όπως αεροδρόµια, εµπορικά κέντρα, ξενοδοχεία και οπουδήποτε 
υπάρχει η ανάγκη για ασύρµατη δικτύωση.  
Αποτελείται από τρία πιθανά φυσικά επίπεδα και ένα κοινό ΜΑC που υποστηρίζει 
ρυθµούς µετάδοσης δεδοµένων 1Mbps και 2Μbps. Οι εναλλακτικές επιλογές για το 
φυσικό επίπεδο περιλαµβάνουν ένα FΗSS σύστηµα (Frequency-Hopping Spread 
Spectrum που είναι µια µέθοδος µετάδοσης ράδιο-σηµάτων µε ταχύτατη εναλλαγή 
φορέα µεταξύ πολλών καναλιών συχνοτήτων, χρησιµοποιώντας ψευδό-τυχαία 
ακολουθία που είναι γνωστή τόσο στον ποµπό όσο και στον δέκτη) που χρησιµοποιεί 2 ή 4 
Gaussian frequency-shift keying (GFSΚ) διαµόρφωση και ένα DSSS (Direct sequence 
spread spectrum) σύστηµα που χρησιµοποιεί είτε differential binary phase-shift keying 
(DΒΡSΚ) είτε differential quadrature phase-shift keying (DQΡSΚ) διαµόρφωση. 
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Τα WLANs µπορούν να χρησιµοποιηθούν είτε για να αντικαταστήσουν τα ενσύρµατα 
δίκτυα είτε σαν µια επέκταση τους. Ένα Basic Service Set (ΒSS) αποτελείται από δύο ή 
περισσότερους ασύρµατους κόµβους ή σταθµούς (stations) που έχουν εγκαθιδρύσει 
επικοινωνία εφόσον έχουν αναγνωρίσει ο ένας τον άλλο. Στην βασική µορφή οι σταθµοί 
επικοινωνούν απευθείας ο ένας µε τον άλλο σε µια peer-to-peer λειτουργία. Αυτό το 
είδος του δικτύου όπως έχουµε αναφέρει και προηγούµενα λέγεται ad-hoc network ή 
Independent Basic Service Set (IBSS). 
Η βασική λειτουργία του Access Point (ΑΡ) είναι να συνενώσει το ασύρµατο δίκτυο 
µε το ενσύρµατο. Στις περισσότερες περιπτώσεις ένα ΒSS περιέχει ένα ΑΡ. Στην 
περίπτωση ύπαρξης ενός ΑΡ οι σταθµοί δεν επικοινωνούν άµεσα µεταξύ τους. Η 
επικοινωνία µεταξύ των σταθµών ή µεταξύ ενός ασύρµατου σταθµού και ενός 
ενσύρµατου γίνεται µέσο του ΑΡ. Τα ΑΡs δεν είναι µετακινούµενα και αποτελούν µέρος 
του ενσύρµατου δικτύου. Το ΒSS στην περίπτωση αυτή λέγεται ότι λειτουργεί σε 
infrastructure mode. Το Extended Service Set που δίδεται στην επόµενη Εικόνα 19 
αποτελείται από έναν αριθµό επικαλυπτόµενων BSSs (που το καθένα περιέχει ένα ΑΡ) 
συνδεδεµένα µεταξύ τους µέσω ενός Distributed συστήµατος (DS) που µπορεί να 
είναι οποιοδήποτε δίκτυο, αλλά συνήθως πρόκειται για ένα Ethernet LΑΝ. 
 71 
 
Εικόνα 19  Extended Service Set σε  WLAN 
 
3.3.2 802.11a/b/g 
Η ΙΕΕΕ προχώρησε στην δηµιουργία τριών νέων standards που προσφέρουν πολύ 
υψηλότερους ρυθµούς µετάδοσης δεδοµένων: τα 802.11a, 802.11b και 802.11g. Επίσης 
ένα ανταγωνιστικό πρωτόκολλο του 802.11a είναι το Hiperlan/2 από την ETSI, που έχει 
παρόµοια φυσικά χαρακτηριστικά µε το 802.11a, καθώς αυτά τα δύο λειτουργούν 
στα 5GΗz και χρησιµοποιούν την ίδια τεχνική διαµόρφωσης. Τόσο το 802.11b όσο και 
το 802.11g λειτουργούν στα 2.4 GΗz. Το 802.11g αν και λειτουργεί στα 2.4 GΗz, 
χρησιµοποιεί και αυτό την ίδια τεχνική διαµόρφωσης µε τα Hiperlan/2 και 802.11a, 
άλλα διατηρεί την συµβατότητα µε το 802.11b πράγµα που σηµαίνει ότι µπορούν να 
συνυπάρχουν. 
Ενώ το 802.11a έγινε αποδεκτό το Σεπτέµβριο του 1999 η ανάπτυξη νέων προϊόντων 
προχώρησε µε πολύ αργούς ρυθµούς σε σχέση µε το 802.11b. Αυτό συνέβη εξαιτίας του 
κόστους και της πολυπλοκότητας του εξοπλισµού. Το standard χρησιµοποιεί 300ΜΗz 
bandwidth στην 5GΗz unlicensed national information infrastructure band. Το φάσµα 
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χωρίζεται σε τρεις τοµείς έχοντας ο καθένας περιορισµούς στην µέγιστη επιτρεπτή ισχύ 
εκποµπής. Τα χαµηλότερα 100ΜΗz έχουν µέγιστη ισχύ 50mW, τα δεύτερα 100ΜΗz 
250mW και τέλος τα τελευταία 100ΜΗz σκοπεύουν σε εξωτερικές µεταδόσεις 1W. 
Το 802.11a περιλαµβάνει forward error correction (FEC) σαν τµήµα του specification αν 
και κάτι τέτοιο προσθέτει πολυπλοκότητα. Αυτή η δυνατότητα δεν υποστηρίζεται από 
το 802.11b και επιτρέπει στον δέκτη να αναγνωρίσει και να διορθώνει λάθη κατά την 
µετάδοση. Αυτό προϋποθέτει την αποστολή επιπλέον bits. Αυτό βοηθάει στην εξάλειψη 
των επαναµεταδόσεων εφόσον τα λάθη µπορούν να βρεθούν και να διορθωθούν. Στον 
επόµενο πίνακα δίνονται οι ρυθµοί µετάδοσης µαζί µε την απαραίτητη τεχνική 
διαµόρφωσης. 
Το 802.11b έγινε αποδεκτό το 1999 σαν µια προέκταση του 802.11 DSSS 
συστήµατος και υποστηρίζει ρυθµούς µετάδοσης δεδοµένων 5,5 και 11Mbps. Πολλά 
εµπορικά προϊόντα είναι ήδη διαθέσιµα και ο αριθµός των 802.11b συσκευών 
συνεχώς αυξάνει. Το 802.11b λειτουργεί στην ΙSΜ 2.4GΗz band (2,40-2,4835 
GΗz) η οποία παρέχει µόλις 83 ΜΗz φάσµατος για να λειτουργήσουν µια ποικιλία 
από προϊόντα, από ασύρµατα τηλέφωνα, φούρνοι µικροκυµάτων άλλα WLΑΝs και 
WΡΑΝs. Το bandwidth του κάθε καναλιού είναι 22ΜΗz και συνεπώς το 802.11b έχει 
µόνο τρία µη-επικαλυπτόµενα κανάλια. Επίσης υπάρχει η δυνατότητα για λειτουργία 
µε έξι κανάλια των 10ΜΗz το καθένα αλλά επικαλυπτόµενα. 
Το 802.11b χρησιµοποιεί eight-chip complementary code keying (CCΚ) σαν τεχνική 
διαµόρφωσης για να επιτύχει υψηλότερους ρυθµούς δεδοµένων. Αντί των Baker Codes 
που χρησιµοποιούνται σε χαµηλότερους ρυθµούς η CCΚ χρησιµοποιεί ένα σχεδόν 
ορθογώνιο σύνθετο σύνολο που λέγεται complementary sequence. Ο chip rate 
παραµένει σύµφωνος µε του DSSS συστήµατος στα 11Μchip/s ενώ ο ρυθµός των 
δεδοµένων µεταβάλλεται για να ανταποκρίνεται καλύτερα στις συνθήκες του 
καναλιού. Τέλος να επισηµάνουµε πως για όλους τους ρυθµούς µετάδοσης των 
δεδοµένων το preamble και ο header στέλνονται πάντα στην χαµηλότερη ταχύτητα 
δηλαδή µε 1Μb/s. 
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Όπως είναι εύκολο να καταλάβουµε το 802.11g είναι ένα τρίτο standard που 
σχετίζεται µε τα 802.11a και 802.11b. Στην ουσία πρόκειται για µια µίξη των δύο 
παραπάνω. Χρησιµοποιεί την ίδια µπάντα εκποµπής µε το 802.11b αλλά µε τους 
ρυθµούς µετάδοσης δεδοµένων, δοµή πακέτου και τεχνολογία διαµόρφωσης του 
802.11a. Συµπερασµατικά το 802.11g είναι ένα εναλλακτικό πρωτόκολλο του 
802.11b. Αυτό συνεπάγεται ότι τα 802.11b και 802.11g θα επικοινωνούν στο ίδιο 
δίκτυο. Συνεπώς νέες συσκευές 802.11g µπορούν να εισαχθούν σε ένα δίκτυο 
802.11b οποιανδήποτε στιγµή. Στην περίπτωση αυτή οι νέες συσκευές 802.11g θα 
µειώσουν την ταχύτητα τους σε αυτή του 802.11b. 
 
3.3.3 ETSI HIPERLAN/2 
Το Hiperlan/2 Global Forum (Η2GF) είναι µία συνένωση από εµπορικές βιοµηχανίες 
όπως η Bosch, Dell, Ericsson, Nokia, Telia και Texas Instruments που ιδρύθηκε τον 
Σεπτέµβριο του 1999. Σκοπός του είναι να προωθήσει το Hiperlan/2 (High 
Performance Radio LAN type 2) σαν ένα standard και να επιταχύνει την διείσδυση 
του στην αγορά. Το Η2GF αναµένεται να λειτουργήσει σαν το WΕCΑ (Wireless 
Ethernet Compatibility Alliance) που ελέγχει την συµβατότητα των 802.11b προϊόντων. 
Η WECΑ τρέχει πάνω στα 802.11b προϊόντα µια σειρά από ελέγχους και εφόσον το 
προϊόν τους περάσει επιτυχώς τότε τους δίνεται το σήµα Wi-Fi. 
Τα Hiperlan/2 συστήµατα λειτουργούν στην περιοχή των 5GΗz. Οι κανονισµοί όσον 
αφορά το διαθέσιµο φάσµα στην Ευρώπη και την Αµερική είναι κάπως διαφορετικοί όπως 
έχουµε επισηµάνει ξανά. Στην Ευρώπη ο CΕΡΤ (European Conference of Postal 
Telecommunications Administrations) έχει διαθέσει 455 ΜΗz στις όπως λέγονται Hiperlan 
bands. Στην Αµερική η FCC (Federal Communications Commission) έχει διαθέσει 300 
ΜΗz στην U-ΝΙΙ band και στην Ιαπωνία διατίθενται µόνο 100ΜΗz. Στην ακόλουθη 
Εικόνα 20 δίνονται οι διαθέσιµες συχνότητες και οι ισχύς εκποµπής ανάλογα µε την 
εκάστοτε περιοχή. 
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Εικόνα 20  Κατανοµή φάσµατος για το Hiperlan/2 ανά περιοχή 
 
Σε αντίθεση µε το 802.11 το Hiperlan/2 είναι connection-oriented. Αυτό σηµαίνει ότι 
πριν µεταδοθεί οποιανδήποτε πληροφορία εγκαθιδρύονται συνδέσεις µεταξύ των stations 
και του ΑΡ χρησιµοποιώντας τις λειτουργίες που περιγράφηκαν σε προηγούµενο 
κεφάλαιο. Υπάρχουν δύο είδη συνδέσεων: bi-directional point-to-point και unidirectional 
point-to-multipoint συνδέσεις (από το ΑΡ προς πολλά stations). 
Το Hiperlan/2 δίκτυο υποστηρίζει mobility. Με αυτό τον όρο εννοούµε ότι το station 
µπορεί να κινείται ελεύθερα µέσα στο cell αλλά και µεταξύ διαφορετικών cells χωρίς να 
χάνεται η σύνδεση. Για να επιτευχθεί αυτό τα stations µετρούν τον λόγο signal/noise 
από διαφορετικά ΑΡs και επιλέγουν το ΑΡ µε τον µεγαλύτερο λόγο. Το Hiperlan/2 
υποστηρίζει την παραπάνω διαδικασία αρκεί τα ΑΡs να ανήκουν στο ίδιο δίκτυο. Για να 
υπάρξει mobility µεταξύ διαφορετικών δικτύων θα πρέπει να υπάρχει κάποιο 
πρωτόκολλο υψηλότερου επιπέδου (πχ το Mobile ΙΡ). 
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Η connection oriented φύση του Hiperlan/2 είναι µια προϋπόθεση για την υποστήριξη 
QοS. Σε κάθε σύνδεση µπορεί να επισυνάπτει ένα συγκεκριµένο σύνολο από QoS 
παραµέτρους ανάλογα µε τις απαιτήσεις του εκάστοτε station. Ένας scheduler στο ΑΡ 
αναλαµβάνει να οργανώσει την σωστή και δίκαιη ανάθεση των διαθέσιµων πόρων. 
Οι µηχανισµοί security του Hiperlan/2 υποστηρίζουν τόσο το authentication όσο και 
την κρυπτογράφηση των δεδοµένων. Η βασική µέθοδος κρυπτογράφησης βασίζεται 
στον DΕS µε µήκος κλειδιού 56 bits. Εναλλακτικά µπορεί να χρησιµοποιηθεί ο 
triple DΕS ή καµία κρυπτογράφηση. Το κλειδί δηµιουργείται µε την Diffie-Hellmann 
key exchange διαδικασία και µπορεί να µεταδοθεί κατά την διαδικασία αίτησης στο ΑΡ. 
Στην συνέχεια το ΑΡ και το station διενεργούν αµοιβαίο authentication βάση προ-
µοιρασµένων ή δηµοσίων κλειδιών. 
Ένα από τα χαρακτηριστικά που κάνουν το Hiperlan/2 να πλεονεκτεί είναι η Dynamic 
Frequency Selection (DFS). Η DFS συµπεριλήφθηκε στο standard µε σκοπό την µείωση 
της παρεµβολής από δορυφόρους και συστήµατα radar και είναι υποχρεωτική για κάθε 
WLAN στην Ευρώπη που λειτουργεί στα 5GΗz. Με το DFS είναι δυνατόν να αναπτύξουµε 
ένα ασύρµατο δίκτυο σαν µια plug-n-play διαδικασία χωρίς την ανάγκη για χειροκίνητη 
επιλογή καναλιών. Οι συχνότητες επιλέγονται και δίδονται αυτόµατα σε κάθε ΑΡ 
βάση µετρήσεων που γίνονται. Συνεπώς η DFS λειτουργία είναι βολική όταν 
οργανώνουµε ένα δηµόσιο hotspot WLΑΝ επιτρέποντας σε διάφορους operators τον 
εύκολο διαµοιρασµό του φάσµατος. 
Το Transmit Power Control (ΤΡC) είναι µια ακόµα ενδιαφέρουσα λειτουργία που 
ενσωµατώθηκε στο standard για να µειώνει την παρεµβολή που προκαλεί το Hiperlan/2 σε 
άλλα συστήµατα. Επιπρόσθετα παρέχει και άλλα οφέλη όπως την αύξηση της διάρκειας 
ζωής των µπαταριών των stations και την απλοποίηση του σχεδιασµού του ΑΡ. Το ΤΡC 
υποστηρίζεται τόσο στα stations (uplink) όσο και στα ΑΡs (downlink). 
3.3.4 ΣΥΓΚΡΙΤΙΚΟΣ ΠΙΝΑΚΑΣ ΤΩΝ ΠΡΩΤΟΚΟΛΛΩΝ ΓΙΑ ΤΑ    
          WLANs 
Στην συνέχεια παρατίθενται στον Πίνακα 7 τα κυριότερα χαρακτηριστικά των 
σηµαντικότερων υπαρχόντων πρωτοκόλλων για WLANs. 
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Πίνακας 7  Συγκριτικός πίνακας χαρακτηριστικών HIPERLAN/2 και 802.11 flavors 
 
 
3.4 ΑΣΥΡΜΑΤΑ ∆ΙΚΤΥΑ WIRELESS METROPOLITAN AREA 
NETWORKS (WMANs) 
Η κατηγορία των Wireless Metropolitan Area Networks (WMANs), ουσιαστικά αποτελεί 
το αποτέλεσµα της προσπάθειας για επίτευξη ευρυζωνικών συνδέσεων µε φυσικό µέσο 
τον αέρα. Γενικά υπάρχουν δύο τύποι ασύρµατης ευρυζωνικής πρόσβασης. Ο πρώτος 
τύπος ασύρµατης πρόσβασης που ονοµάζεται και fixed-line broadband (σταθερή 
ασύρµατη ευρυζωνική πρόσβαση) στοχεύει στην παροχή υπηρεσιών παρόµοιες µε αυτές 
των ενσύρµατων δικτύων και συγκεκριµένα της DSL τεχνολογίας. Ο δεύτερος τύπος 
ασύρµατης πρόσβασης καλείται mobile broadband (κινητή ευρυζωνική πρόσβαση) και 
παρέχει επιπλέον την δυνατότητα για κίνηση των χρηστών. 
Ο οργανισµός ΙΕΕΕ δηµιούργησε την οµάδα εργασίας της τεχνολογίας 802.16 το 1999 
για να δηµιουργήσουν ένα παγκόσµιο ανοιχτό πρότυπο για µητροπολιτικά ευρυζωνικά 
ασύρµατα δίκτυα. Το 2001, η οµάδα εργασίας παρέδωσε το πρότυπο "Air Interface 
for Fixed Broadband Wireless Access Systems", γνωστό ως ΙΕΕΕ Wireless ΜΑΝ 
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Air Interface. Μετά από αναθεωρήσεις και τροποποιήσεις, εκδόθηκε το 2004 
καινούργιο πρότυπο τεχνολογίας 802.16-2004. Ο οργανισµός ΙΕΕΕ συνεργάζεται στενά 
µε τον οργανισµό ΕΤSΙ για να διασφαλίσει την δηµιουργία ενός πραγµατικά παγκόσµιου 
προτύπου για ασύρµατη ευρυζωνική επικοινωνία. 
Ενώ η οµάδα εργασίας του προτύπου 802.16 συνεχίζει να ασχολείται µε µελλοντικά 
πρότυπα, και κυρίως το πρότυπο 802.16e για κινητή επικοινωνία, η εργασία που έχει ήδη 
πραγµατοποιηθεί θεωρείται τεράστια επιτυχία. Το πρωτόκολλο 802.16 της ΙΕΕΕ 
και η τεχνολογία WiΜΑΧ (Worldwide Interoperability for Microwave Access) είναι 
σχεδιασµένα έτσι ώστε να εξυπηρετούν και τους δυο τύπους ασύρµατης πρόσβασης που 
προαναφέρθηκαν. 
Το πρότυπο 802.16 είναι γνωστό και ως WiΜΑΧ. Το WiΜΑΧ δεν είναι ένα πρότυπο αλλά 
ένα εµπορικό όνοµα που αναφέρεται σε κάθε σύστηµα και εφαρµογή που χρησιµοποιεί το 
πρότυπο 802.16. 
Το πρότυπο αυτό σχεδιάστηκε ώστε να λειτουργεί σε µια ευρεία µπάντα συχνοτήτων, η 
οποία εκτείνεται από 2 ως 66 GΗz. Υποστηρίζει ταχύτητες µετάδοσης ως και 72 Μbps 
στον αέρα, ενώ η πραγµατική ταχύτητα στο Ethernet υπολογίζεται στα 50Μbps. Οι 
αποστάσεις που µπορεί να καλυφθούν ξεπερνούν τα 50 χλµ. σε συνθήκες οπτικής 
επαφής. Μια σηµαντική διαφορά του προτύπου ΙΕΕΕ 802.16 σε σχέση µε το ΙΕΕΕ 
802.11 είναι ότι το πρώτο µπορεί να χρησιµοποιηθεί και σε συνθήκες µη οπτικής επαφής 
φυσικά µε ρυθµούς µετάδοσης πολύ χαµηλότερους των 50Μbps. 
Το WiΜΑΧ σχεδιάστηκε κατά βάση ώστε να καλύπτει κυρίως Point-to-Multipoint (ΡΤΜ) 
συνδέσεις, χωρίς ωστόσο να αποκλείεται και η χρήση του για Point-to-Point (ΡΤΡ) 
συνδέσεις. Η διαµόρφωση η οποία χρησιµοποιείται είναι η Orthogonal Frequency 
Division Multiplexing (ΟFDΜ). Πρόκειται για µια πολύ ανθεκτική διαµόρφωση σε ότι 
αφορά το φαινόµενο της πολυδιόδευσης ειδικότερα στις συχνότητες άνω των 2 GΗz 
όπου το πρότυπο χρησιµοποιεί.  
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Εικόνα 21  Αναπαράσταση δικτύου WiMAX 
Τυπικά, ένα σύστηµα WiΜΑΧ όπως φαίνεται και στην παραπάνω εικόνα αποτελείται 
από δύο µέρη: 
• Ένας Σταθµός Βάσης WiΜΑΧ (Base Station - ΒS): Ο σταθµός βάσης 
αποτελείται από τις ηλεκτρονικές εγκαταστάσεις και έναν πύργο WiΜΑΧ. 
Χαρακτηριστικά, ένας σταθµός βάσης µπορεί να καλύψει ακτίνα µέχρι 10 χλµ 
(θεωρητικά, καλύπτει ακτίνα µέχρι 50 χλµ.) Οποιοσδήποτε ασύρµατος κόµβος 
µέσα στην περιοχή κάλυψης θα είναι σε θέση να έχει πρόσβαση στο ∆ιαδίκτυο. 
• Ένας δέκτης WiΜΑΧ (Subscriber Station - SS): Ο δέκτης και η κεραία θα 
µπορούσαν να είναι ένα αυτόνοµο κιβώτιο ή µια κάρτα ΡCΜCIΑ που βρίσκεται 
σε ένα laptop ή υπολογιστή. Η πρόσβαση στο σταθµό βάσης WiΜΑΧ είναι 
παρόµοια µε στην πρόσβαση ενός ασύρµατου σηµείου πρόσβασης σε ένα δίκτυο 
Wi-Fi, αλλά η κάλυψη είναι µεγαλύτερη. 
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∆ιάφοροι σταθµοί βάσεων µπορούν να συνδέονται µεταξύ τους µέσω backhaul 
συνδέσεων µικροκυµάτων µεγάλης ταχύτητας. Αυτό επιτρέπει την κινητικότητα ενός 
συνδροµητή WiΜΑΧ από έναν σταθµό βάσης σε µια άλλη περιοχή σταθµού βάσης, 
παρόµοια µε την κινητικότητα που επιτρέπεται στα δίκτυα κινητής τηλεφωνίας. 
Στην συνέχεια πρέπει να αναφέρουµε τους βασικούς στόχους και άξονες που έθεσε η 
εργασιακή οµάδα του ΙΕΕΕ 802.16 για τη δηµιουργία ενός στιβαρού και ευέλικτου 
προτύπου. Βασικό χαρακτηριστικό του προτύπου είναι η διεκπαιρεωτική ικανότητα 
(throughput). Επίσης πολύ σηµαντικό για τη διάδοση του είναι η επεκτασιµότητα 
(scalability), η εµβέλεια (coverage) και η παροχή υψηλής ποιότητας υπηρεσιών (QoS). 
Τέλος µεγάλο βάρος έδωσαν στο θέµα της ασφάλειας. Αυτά τα χαρακτηριστικά αναλύονται 
παρακάτω. 
∆ιεκπεραίωση Κίνησης (Throughput) 
Το πρότυπο ΙΕΕΕ 802.16 επιτυγχάνει πολύ µεγάλη διεκπαιρεωτική ικανότητα ακόµα και σε 
µεγάλες αποστάσεις αφού έχει ένα πολύ µεγάλο φάσµα εκποµπής που είναι ιδιαίτερα 
ανθεκτικό σε αντανακλάσεις του σήµατος κατά τη διάρκεια της διαδροµής του. Οι 
ρυθµοί µετάδοσης του προτύπου εξαρτώνται από την εκάστοτε ψηφιακή διαµόρφωση που 
χρησιµοποιείται. Στο πρότυπο 802.16 οι σταθµοί βάσης έχουν την δυνατότητα δυναµικά να 
ρυθµίζουν την απόσταση εκποµπής ή καλύτερα το βεληνεκές εκποµπής µε την 
διεκπαιρεωτική ικανότητα. 
Επεκτασιµότητα (Scalability) 
Το πρότυπο ΙΕΕΕ 802.16 υποστηρίζει ευέλικτα από την άποψη εύρους ζώνης κανάλια 
επικοινωνίας ώστε να µπορεί να γίνει εύκολος και επεκτάσιµος ο σχεδιασµός κυψελών 
επικοινωνίας σε επιτρεπόµενες και µη συχνοτικές µπάντες. Για παράδειγµα αν σε 
κάποιο χειριστή ανατεθεί το συχνοτικό φάσµα των 20 ΜΗz, τότε αυτός µπορεί να 
χωρίσει το φάσµα σε δύο κοµµάτια των 10 ΜΗz ή ακόµα σε τέσσερα κοµµάτια των 5 
ΜΗz. Συγκεντρώνοντας έτσι όλη την ενέργεια σε ένα πολύ µικρό φάσµα συχνοτήτων, 
ο χειριστής µπορεί να αυξήσει τον αριθµό των χρηστών επιτυγχάνοντας παράλληλα 
µεγάλο βεληνεκές και διεκπαιρεωτική ικανότητα. Για να επεκτείνει ακόµα περισσότερο 
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την εµβέλεια του σήµατος, ο χειριστής µπορεί να χωρίσει ακόµα περισσότερο το φάσµα 
συχνοτήτων, δηµιουργώντας αποµόνωση µεταξύ των κεραιών των σταθµών βάσης. 
Κάλυψη (Coverage) 
Το πρότυπο ΙΕΕΕ 802.16 κατασκευάζεται έτσι ώστε να υποστηρίζει τεχνολογίες που 
αυξάνουν την εµβέλεια του σήµατος όπως τοπολογίες πλέγµατος και έξυπνες κεραίες. Οι 
τοπολογίες πλέγµατος είναι αυτές όπου κάθε κόµβος συνδέεται άµεσα µε κάθε άλλο 
κόµβο του δικτύου. Όσο λοιπόν οι ράδιο-τεχνολογίες βελτιώνονται και το κόστος 
µειώνεται, µεγαλώνει και η δυνατότητα αύξησης της εµβέλειας και της 
διεκπαιρεωτικής ικανότητας µε τη χρήση πολλαπλών κεραιών καθώς ενθαρρύνεται 
και η εξάπλωση της εµβέλειας σε περιοχές που παλιότερα ήταν αδύνατο να 
εξαπλωθεί 
Ποιότητα Παρεχόµενης Υπηρεσίας (QoS) 
Η παροχή υψηλής ποιότητας υπηρεσιών όπως µεταφορά φωνής, είναι εξαιρετικά 
σηµαντική για υιοθέτηση και εξάπλωση του προτύπου. Για αυτό ακριβώς το λόγο το 
υποπρότυπο 802.16a συµπεριλαµβάνει κάποια ιδιαίτερα χαρακτηριστικά που κάνουν 
δυνατή τη µεταφορά φωνής και βίντεο αφού για να είναι εφικτή αυτή η µεταφορά 
χρειάζεται ένα χαµηλού φόρτου δίκτυο. Να σηµειώσουµε εδώ ότι τα χαρακτηριστικά του 
Medium Access Control (ΜΑC) του 802.16a δίνουν τη δυνατότητα σε ένα χειριστή να 
παρέχει ταυτόχρονα υπηρεσίες σε επιχειρήσεις (υπηρεσίες τύπου τεχνολογίας Τ1) και 
σε σπίτια (υπηρεσίες τύπου καλωδιακής επικοινωνίας) χρησιµοποιώντας τον ίδιο 
σταθµό βάσης. 
Ασφάλεια (Security) 
Η ασφάλεια είναι ένα πολύ σηµαντικό κοµµάτι στην ανάπτυξη ενός πρότυπου. Η 
µυστικότητα και η κρυπτογράφηση είναι βασικά χαρακτηριστικά του προτύπου ΙΕΕΕ 
802.16 για ασφαλή µεταφορά πληροφορίας. Η ασφάλεια του 802.16 βασίζεται στην 
κρυπτογράφηση δεδοµένων αλλά και στην αυθεντικοποίηση. Το θέµα της ασφάλειας δεν 
είναι κάτι στατικό αλλά µεταβάλλεται συνεχώς µε βάση κάθε φορά τα νέα δεδοµένα και 
προβλήµατα. 
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Υποστήριξη του ΙΡ πρωτοκόλλου (ΙΡ support) 
Το ΙΡ πρωτόκολλο έχει γίνει αναµφισβήτητα το πρωτόκολλο δικτύωσης των 
σύγχρονων επικοινωνιακών συστηµάτων. Η απαίτηση για σύγκλιση των επικοινωνιών, 
σε συνδυασµό µε την ήδη κυρίαρχη θέση του ΙΡ στην δικτύωση, έχει οδηγήσει στην 
χρήση αυτού και για µεταφορά φωνής, video, πολυµεσικών υπηρεσιών. Το γεγονός αυτό 
υπαγορεύει την χρησιµοποίηση του και στις ασύρµατες ευρυζωνικές επικοινωνίες. Το 
πρωτόκολλο ΙΡ επίσης έχει την δυνατότητα για πολυεκποµπή ή ευρεία εκποµπή, στοιχείο 
χρήσιµο στις ασύρµατες επικοινωνίες. Από την άλλη πλευρά βέβαια υπάρχουν και 
µειονεκτήµατα. Το ΙΡ πρωτόκολλο µπορεί να είναι απλό και ευέλικτο, αλλά δεν είναι 
αποδοτικό και στιβαρό. Η αποδοτικότητα του µπορεί να µην µας απασχόλησε ιδιαίτερα 
σε καλωδιακά δίκτυα που το εύρος ζώνης ήταν αρκετό, ειδικά σε δίκτυα οπτικών ινών, 
αλλά σίγουρα αποτελεί µια πρόκληση για τα ασύρµατα δίκτυα. Επίσης θέµατα 
εξασφάλισης ποιότητας υπηρεσίας σε επίπεδο δικτύου είναι ένα άλλο αδύναµο σηµείο 
του ΙΡ πρωτοκόλλου, αφού δεν έχει την δυνατότητα να τα λύσει επαρκώς από την 
σχεδίαση του. 
Το WiΜΑΧ µπορεί να παρέχει δύο είδη ασύρµατων υπηρεσιών: 
• Υπάρχει   η  δυνατότητα  εξυπηρέτησης της  περίπτωσης  Line-Οf-Sight  (LOS),  
όπου  µία σταθεροποιηµένη κεραία δείχνει απευθείας στον πύργο WiΜΑΧ από 
κάποια στέγη ή άλλο υπερυψωµένο σηµείο. Η LOS σύνδεση είναι πιο δυνατή και 
σταθερή και για αυτό µπορεί να µεταδίδει σηµαντικό µέγεθος δεδοµένων χωρίς 
πολλά λάθη. 
• Υπάρχει η περίπτωση Non-Line-Οf-Sight (ΝLOS), ένα είδος υπηρεσίας σαν το 
Wi-Fi, όπου µία µικρή κεραία στον προσωπικό υπολογιστή συνδέεται σε 
έναν πύργο. Σε αυτή την περίπτωση, το WiΜΑΧ χρησιµοποιεί ένα φάσµα 
χαµηλότερης συχνότητας της τάξης των 2 GΗz µε 11 GΗz (παρόµοιο µε το Wi-
Fi). Μεταδόσεις χαµηλότερης κυµατοµορφής δεν είναι τόσο εύκολο να διακοπούν   
από φυσικά εµπόδια – µπορούν πολύ πιο εύκολα να διαθλαστούν ή να 
παρακάµψουν εµπόδια. 
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Όταν ζητείται η ασύρµατη ζεύξη µεταξύ δύο σηµείων είναι βασικό να γνωρίζουµε αν 
τα σηµεία αυτά βρίσκονται σε συνθήκες LOS ή NLOS. Σε µια LOS ζεύξη σηµείων, το 
ηλεκτροµαγνητικό κύµα κατευθύνεται απευθείας από την κεραία του ποµπού στην 
κεραία του δέκτη χωρίς να υποστεί κάποια ανάκλαση από γειτονικά εµπόδια, Απαραίτητη 
προϋπόθεση για να συµβαίνει το παραπάνω είναι να είναι ελεύθερη από εµπόδια µια 
περιοχή του ασύρµατου καναλιού µεταξύ των δύο σηµείων προς επικοινωνία που 
ονοµάζεται ζώνη του Fresnel. Σε περίπτωση ΝLOS ζεύξης, υπάρχει ανάγκη να 
αντιµετωπιστούν τα προβλήµατα όπως πολυοδικές διαλείψεις (multi-path fading) και 
παρεµβολές (interference). Λύσεις παρέχονται µε χρήση του ∆ιαφορισµού (diversity) και 
κωδικών καναλιού (channel coding). 
Τοπολογία 
Το WiΜΑΧ σχεδιάστηκε τόσο για λειτουργίες ζεύξης Point-tο-Point (ΡΤΡ) όσο και για 
λειτουργίες Point-to-Multipoint (ΡΤΜ). Η ΡΤΜ ανάπτυξη δικτύου προϋποθέτει µια 
κυψελοειδούς µορφής αρχιτεκτονική, µε κάθε περιοχή κυττάρων να καλύπτει µια 
ακτίνα µέχρι 5 ή 6 µιλίων και να χειρίζεται µέχρι αρκετές εκατοντάδες συνδροµητές. 
Ενώ η µέγιστη απόσταση που καλύπτει η τεχνολογία επεκτείνεται λίγο πάνω από 30 
µίλια, είναι απίθανο να χρησιµοποιηθεί, µε εξαίρεση µερικές backhaul PTP 
εφαρµογές. 
Μια συχνή επιλογή για την τοπολογία επικοινωνίας συνδροµητή µε συνδροµητή στο 
WiΜΑΧ και στην περίπτωση ΝLOS είναι η τοπολογία πλέγµατος (Εικόνα 22). 
Συµπεριλαµβάνεται στο πρότυπο για να επιτρέψει υπέρθετα δίκτυα στο φάσµα 
συχνοτήτων χωρίς άδεια και να επεκτείνει τα άκρα του βεληνεκούς του WΜΑΝ µε 
χαµηλό κόστος. Η υποστήριξη της τοπολογίας πλέγµατος έχει επεκταθεί πρόσφατα και 
στις εξουσιοδοτηµένες ζώνες. 
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Εικόνα 22   Τοπολογία πλέγµατος 
 
Πλεονεκτήµατα WiMAX 
Τα βασικά πλεονεκτήµατα των συστηµάτων που βασίζονται στο WiΜΑΧ είναι τα εξής: 
 
• Η ικανότητα γρήγορης παροχής υπηρεσιών ακόµα και σε πολύ 
αποµακρυσµένες περιοχές, όπου η εγκατάσταση ενσύρµατων δικτύων θα ήταν 
εξαιρετικά δύσκολη. 
• Αποφυγή µεγάλου κόστους εγκατάστασης. 
• Η ικανότητα υπέρβασης των φυσικών περιορισµών που υπάρχουν στην 
ενσύρµατη δικτύωση. 
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Συνοψίζοντας λοιπόν τα παραπάνω, είναι φανερό ότι το WiΜΑΧ συνιστά ένα πολύ 
ευέλικτο και οικονοµικό πρότυπο, το οποίο µπορεί να καλύψει τις αδυναµίες της 
ενσύρµατης δικτύωσης και επιπλέον να παρέχει νέες υπηρεσίες και προϊόντα. 
3.5  ΑΣΥΡΜΑΤΑ ∆ΙΚΤΥΑ WIRELESS WIDE AREA NETWORKS 
(WWANs) 
Το Mobile Broadband Wireless Access (ΜBWA), επίσης γνωστό ως Mobile-
Fi, είναι ουσιαστικά το πρότυπο ΙΕΕΕ 802.20. Το πρότυπο ΙΕΕΕ 802.20 είναι 
βελτιστοποιηµένο για χρήση µε το πρωτόκολλο ΙΡ, αλλά και για roaming σε 
περιβάλλοντα κινητών επικοινωνιών. Είναι ουσιαστικά µια πρώτη σοβαρή 
προσπάθεια για την επίτευξη του integration µεταξύ των ασύρµατων δικτύων 
δεδοµένων και των δικτύων κινητών επικοινωνιών. Το συγκεκριµένο πρότυπο 
χρησιµοποιεί πλήρως το πρότυπο ΙΡ, δηµιουργώντας έτσι µια νέα αγορά πέρα από 
τα circuit-κεντρικά δίκτυα 2G και 2.5G. 
Η οµάδα εργασίας για το πρότυπο ΙΕΕΕ 802.20 δηµιουργήθηκε το ∆εκέµβριο του 
2002. Είχε ως σκοπό τον καθορισµό των τεχνικών προδιαγραφών για µια αποδοτική 
packet-based διεπαφή αέρος, βελτιστοποιηµένη για την χρήση υπηρεσιών που 
βασίζονται στο ΙΡ πρότυπο. Ο στόχος, ήταν να επιτρέψει την δηµιουργία ενός 
χαµηλού κόστους, αδιάλειπτου, διαλειτουργικού, always-on δικτύου ασύρµατης 
πρόσβασης, στο οποίο θα µπορούν να λειτουργούν απροβληµάτιστα οι τεχνικές 
πολλών διαφορετικών εταιρειών (vendors). 
Η οµάδα ΙΕΕΕ 802.20 σχεδίασε ένα νέο ΡΗΥ επίπεδο (Layer 1 protocol) καθώς και ένα 
ΜΑC/link επίπεδο (Layer 2 protocol) επικεντρωµένα γύρω από το ΙΡ packet Layer 3. 
Μπορεί να λειτουργεί σε licensed µπάντες χαµηλότερα από τα 3.5GΗz, µε ακτίνες 
κυττάρων 15 km ή και περισσότερο. Το ΙΕΕΕ 802.20 µπορεί να λειτουργεί ακόµα και εάν 
οι κινητές µονάδας έχουν ταχύτητες µέχρι και 250 km/h. 
Αντιθέτως µε το WiΜΑΧ, το οποίο συµπεριλήφθηκε στην οικογένεια του ΙΕΕΕ 
802.16 και εξελίχθηκε ξεκινώντας από πρώιµες 802.16 τεχνολογίες, το 802.20 ή 
αλλιώς Mobile-Fi σχεδιάστηκε εξ' αρχής ως µια τεχνολογία που θα υποστηρίξει 
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υπηρεσίες ακόµα και σε συνθήκες πολύ µεγάλης κινητικότητας. Σκοπεύει να 
υποστηρίξει ταχύτητες µέχρι και 250 km/H και µε µέγιστο ρυθµό µετάδοσης 
δεδοµένων τα 260 Μbps στην licensed περιοχή συχνοτήτων κάτω από τα 3.5 GΗz. Στις 
χρησιµοποιούµενες τεχνολογίες συµπεριλαµβάνονται τα ΟFDΜ, ΜΙΜΟ (multiple-input 
and multiple-output) και beam-forming (τεχνική επεξεργασίας σήµατος για κατευθυντική 
µετάδοση και λήψη σήµατος). Μέχρι πολύ πρόσφατα η διαδικασία προτυποποίησης 
συνεχιζόταν από την οµάδα εργασίας ΙΕΕΕ 802.20 και µόλις τον Ιούνιο του 2008 
απεδέχθη την πρόταση της εταιρείας Kyocera Corporation και το σύστηµα της, που 
βασίζεται σε iBurst τεχνολογία, (625k-MC mode), ως το νέο πρότυπο για το ΙΕΕΕ 
802.20. 
 
3.5.1 IEEE 802.20 
Βασικός σκοπός της ΙΕΕΕ 802.20 ήταν η δηµιουργία και ο καθορισµός ενός ΡΗΥ και 
ενός ΜΑC επιπέδου στην διεπαφή αέρα, για την απρόσκοπτη διαλειτουργικότητα 
ασύρµατων ευρυζωνικών συστηµάτων που χρησιµοποιούν πακέτα δεδοµένων και τα 
οποία συστήµατα: 
• Λειτουργούν σε licensed µπάντες έως και 3.5 GΗz. 
• Υποστηρίζουν µέγιστο ρυθµό µετάδοσης δεδοµένων ανά χρήστη, τουλάχιστον 1 
Μbps. 
• Υποστηρίζουν κινητικότητα µε ταχύτητα µέχρι 250 km/h. 
• Καλύπτουν κύτταρα ακτίνας τουλάχιστον όσο και τα αντίστοιχα σε ΜΑΝ δίκτυα. 
• Στοχεύουν  σε αποδοτικότητα  στη χρήση του  φάσµατος,  στη διατήρηση  σε 
σταθερό επίπεδο των ρυθµών µετάδοσης και του αριθµού ενεργών χρηστών, 
αλλά σε µεγαλύτερα µεγέθη από τα υπάρχοντα συστήµατα. 
Ένας δεύτερος στόχος της οµάδας εργασίας είναι να βοηθήσει µέσα από την 
διαδικασία προτυποποίησης στην δηµιουργία ενός οικονοµικά αποδοτικού, οικονοµικού 
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σε χρήση φάσµατος, always-on και διαλειτουργικού ασύρµατου ευρυζωνικού 
συστήµατος, το οποίο θα ικανοποιεί τις ανάγκες των χρηστών για: 
• Κινητή και αδιάλειπτη σύνδεση στο Internet 
• Υποστήριξη εφαρµογών Internet 
• Πρόσβαση σε υπηρεσίες ενδοεπιχειρησιακών δικτύων  Intranets 
• Πρόσβαση σε ιστοσελίδες µε multimedia περιεχόµενο 
 
Με τα παραπάνω, ουσιαστικά γίνεται µια προσπάθεια να καλυφθεί το κενό που υπάρχει 
από τα υπόλοιπα 802.xx πρότυπα που ναι µεν προσφέρουν υψηλούς ρυθµούς δεδοµένων, 
αλλά δεν υποστηρίζουν υψηλή κινητικότητα, αλλά και από τα δίκτυα κινητής 
τηλεφωνίας τα οποία προσφέρουν υψηλή κινητικότητα, αλλά χαµηλούς ρυθµούς 
µετάδοσης δεδοµένων. Η δυνατότητα του ασύρµατου µέσου να υποστηρίζει την 
κινητικότητα αποτελεί ένα χαρακτηριστικό ανέφικτο από τα ενσύρµατα δίκτυα. Η 
κινητικότητα έχει αποδειχθεί εξαιρετικά επιτυχής, κάτι που αποδεικνύεται και από την 
σταδιακή εγκατάλειψη των narrow-band συσκευών. Η ασύρµατη ευρυζωνική 
πρόσβαση βασιζόµενη σε ΙΡ, ξεκλειδώνει όλο το περιεχόµενο του Internet στο 
κοινό µε αποτέλεσµα την δηµιουργία µιας νέας αγοράς µε όλους εκείνους τους χρήστες 
εφαρµογών και υπηρεσιών βασιζόµενων σε ΙΡ. 
Η ΙΕΕΕ 802 πραγµατοποίηση ενηµερωτικές εκδηλώσεις και διαδικασίες πρόσκλησης 
ενδιαφέροντος κατά την άνοιξη του 2002, όπου συµµετείχαν εκπρόσωποι από 45 
οργανισµούς οι οποίοι υποστήριξαν ανοιχτά το όλο εγχείρηµα. Επίσης, 
εξασφαλίστηκε και η υποστήριξη και άλλων οµάδων προτυποποίησης όπως οι 3GΡΡ 
και η 3GΡΡ2 µε στόχο να προετοιµαστεί µια διεπαφή σύνδεσης των ΜΒWΑ µε τα δίκτυα 
3G. 
Ένας από τους στόχους είναι στο σύστηµα που θα προκύψει να υπάρχει µια ισορροπία 
ανάµεσα στο κόστος του τερµατικού εξοπλισµού και της υποδοµής του δικτύου, που θα 
είναι εφάµιλλο των κυτταρικών δικτύων τηλεφωνίας, ώστε να ενθαρρυνθεί η µαζική 
εξάπλωση των ασύρµατων υπηρεσιών µεταφοράς δεδοµένων. ∆εδοµένου ότι οι σταθµοί 
βάσης εξυπηρετούν µεγάλο αριθµό κινητών µονάδων, το κόστος του δικτυακού 
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εξοπλισµού µετακυλύεται και διαµοιράζεται σε όλους τους χρήστες. Επίσης, η ευρεία 
εξάπλωση του δικτύου και η διασύνδεση του µε άλλα δίκτυα που θα βασιστεί στην ΙΡ - 
κεντρική του σχεδίαση, θα επιτρέψει την ακόµα µεγαλύτερη µείωση του κόστους του. 
Τα πέντε κριτήρια που έθεσε η ΙΕΕΕ 802.20 ΡD-03 για το νέο σύστηµα είναι η 
συµβατότητα µε άλλα συστήµατα, η συνύπαρξη µε άλλα συστήµατα σε γειτονικές 
µπάντες συχνοτήτων, η διακριτή ταυτότητα του συστήµατος, η τεχνική επάρκεια 
και η οικονοµική βιωσιµότητα του προτεινόµενου συστήµατος. Παρακάτω 
εξετάζονται πιο αναλυτικά: 
• Συµβατότητα. Το νέο πρότυπο θα πρέπει να είναι συµβατό µε τις βασικές 
λειτουργικές απαιτήσεις του ΙΕΕΕ 802. Οποιαδήποτε διαφοροποίηση θα πρέπει 
να δικαιολογηθεί και να επεξηγηθεί. Το πρότυπο θα συµπεριλαµβάνει τον 
ορισµό ενός Management Information Base (ΜΙΒ) που θα υποστηρίζει τα ΡΗΥ 
και ΜΑC επίπεδα. 
• Συνύπαρξη. Επειδή το πρότυπο πρόκειται να λειτουργεί σε licensed φάσµα, θα 
πρέπει όλα τα θέµατα σχετικά µε την συνύπαρξη µε άλλα πρότυπα στο φάσµα 
να υπόκεινται στους σχετικούς κανόνες της άδειας χρήσης του φάσµατος. 
• ∆ιακριτή Ταυτότητα. Η ΙΕΕΕ 802 δεν έχει προς το παρόν κάποιο άλλο project 
που να σχετίζεται µε τόσο υψηλή κινητικότητα. Ουσιαστικά το ΜΒWΑ 
πρότυπο θα παρέχει στο κοινό δίκτυο πρόσβασης το οποίο θα το διαχειρίζεται 
κάποιο third party, ενώ ο χρήστης θα κάνει χρήση του WΑΝ δικτύου µέσω ενός 
δικτύου πρόσβασης όταν θα είναι σε κίνηση. Η οµάδα 802.20 έχει έρθει σε επαφή 
µε τις υπόλοιπες 802 οµάδες εργασίας. 
• Τεχνική επάρκεια. Η επάρκεια από αυτή την άποψη του συστήµατος έχει ήδη 
αποδειχθεί από  proprietary συστήµατα  τα  οποία  ήδη  λειτουργούν επιτυχηµένα.  
Το πρότυπο θα χρησιµοποιεί τεχνικές όπως frequency hopping, ΟFDΜ, 
προηγµένες τεχνικές επεξεργασίας σήµατος όπως adaptive antennas καθώς και 
κυτταρική αρχιτεκτονική. Όλες οι παραπάνω τεχνολογίες έχουν επιτυχώς 
δοκιµαστεί στο παρελθόν και ήδη χρησιµοποιούνται και σε άλλα πρότυπα   των   
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δικτύων LΑΝ/ΜΑΝ. Τέλος, το γεγονός ότι εµπορικά,  κυτταρικά ασύρµατα δίκτυα 
έχουν ήδη δηµιουργηθεί στην µπάντα που είναι licensed για mobile services, 
αποδεικνύει ότι τεχνική επάρκεια σε τέτοιου είδους λύσεις υπάρχουν. 
• Οικονοµική βιωσιµότητα. Οι παράγοντες κόστους για της κινητές υπηρεσίες 
είναι εδώ και καιρό γνωστοί και κατανοητοί. Η αυξανόµενη εγκατάσταση 
δικτύων αλλά και ζήτηση ασύρµατων υπηρεσιών φανερώνουν την οικονοµική 
βιωσιµότητα ενός τέτοιου project. Η προθυµία των επενδυτών να κάνουν επιπλέον 
επενδύσεις σε εξοπλισµό στα υπάρχοντα δηµόσια δίκτυα ενδυναµώνει την 
καθιέρωση των ασυρµάτων δικτύων συνολικά. Η προτεινόµενη λύση σκοπεύει 
να προσφέρει καλύτερο συντελεστή κόστους / απόδοσης από ότι τα υπάρχοντα 
κινητά δίκτυα, καθώς είναι βασισµένη σε µεταγωγή πακέτων και σχεδιασµένη 
για βέλτιστη διαχείριση του διαθέσιµου φάσµατος. Υπηρεσίες δεδοµένων που οι 
απαιτήσεις τους χαρακτηρίζονται από αιχµές, µπορούν αν διαχειριστούν καλύτερα 
από συστήµατα που βασίζονται στην µεταγωγή πακέτων. Το κόστος 
εγκατάστασης θα περιοριστεί µειώνοντας τον αριθµό των απαιτούµενων 
σταθµών βάσης και εξαλείφοντας την ανάγκη για χρήση πλάνου συχνοτήτων. Η 
µείωση στον αριθµό των σταθµών βάσης θα προκύψει µέσα από την εξυπηρέτηση 
µεγαλύτερου αριθµού χρηστών ανά σταθµό, κάτι το οποίο θα επιτευχθεί µε τον 
σχεδιασµό της διεπαφής αέρος µε επαναχρησιµοποίηση συχνοτήτων µε µέτρο 1 
ή λιγότερο καθώς και µε άλλες τεχνικές. Επαναχρησιµοποίηση συχνοτήτων µε 
συντελεστή 1 ή λιγότερο σηµαίνει ότι εξαφανίζεται η ανάγκη για frequency 
planning. 
Συνοπτικά τα χαρακτηριστικά του προτύπου για το MBWA παρουσιάζονται στον πίνακα 
8 που ακολουθεί.  
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Πίνακας 8  Χαρακτηριστικά του νέου προτύπου για το MBWA 
 
Το νέο πρότυπο θα παρέχει: 
• Υποστήριξη real-time και non-real time εφαρµογών. 
• Συνεχή, αδιάλειπτη σύνδεση. 
• Καθολική επαναχρησιµοποίηση συχνοτήτων. 
• Υποστήριξη ενδο-τεχνολογικού (802.xx) roaming και handoff, π.χ. από ΜΒWΑ σε 
WLANs. 
• Αδιάλειπτο ενδο-κυτταρικό και ενδο-τοµεακό handoff. 
• Υποστήριξη QoS από άκρη σε άκρη στο επίπεδο του Core Network 
 
> Policy-based 
> Υποστήριξη τόσο του ΙΡv4 όσο και του ΙΡv6 enabled QoS 
• Υποστήριξη   πολλαπλών   ΜΑC   καταστάσεων   πρωτοκόλλων   µε   δυνατότητα   
γρήγορης εναλλαγής µεταξύ καταστάσεων. 
• Γρήγορη διαχείριση πόρων τόσο για το uplink όσο και για το downlink. 
• ∆ιαχείριση δεδοµένων χρήστη: υποστήριξη αυτόµατης επιλογής βέλτιστου   
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ρυθµού µεταφοράς δεδοµένων σύµφωνα µε τις ισχύουσες προδιαγραφές και 
περιορισµούς. 
• Υποστήριξη σηµατοδοσίας για mutual authentication. 
• ∆υνατότητα συνύπαρξης µετά υπάρχοντα κυτταρικά συστήµατα. 
• Ανοικτές διεπαφές µεταξύ οποιωνδήποτε οντοτήτων του δικτύου ώστε να 
µπορούν να τις εκµεταλλευτούν οι πάροχοι και οι κατασκευαστές για δηµιουργία 
υπηρεσιών. 
Όπως αναφέρθηκε και παραπάνω το 802.20 θα είναι ένα πρότυπο που θα υποστηρίζει 
το πρωτόκολλο ΙΡ και επίσης σκοπός είναι να συνεργάζεται µε τα υπάρχοντα 3G 
κυτταρικά συστήµατα. Παρακάτω στην Εικόνα 23 παρουσιάζεται το µοντέλο αναφοράς 
για πρόσβαση µε mobile ΙΡ σύµφωνα µε τις προδιαγραφές της 3GΡΡ2. 
 
Εικόνα 23  Μοντέλο αναφοράς για πρόσβαση µε Mobile IP 3GPP2 
 
Στην επόµενη Εικόνα 24 παρουσιάζονται οι δύο προτεινόµενες αρχιτεκτονικές, η 
αρχιτεκτονική Pure IP της 802.20 και της All IP της 3GPP2. 
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Εικόνα 24  Οι δύο προτεινόµενες αρχιτεκτονικές Pure IP και All IP 
 
Τέλος όπως προαναφέρθηκε, το πρωτόκολλο 802.20 φιλοδοξεί να καλύψει το κενό 
που υπάρχει µεταξύ του mobile WiΜΑΧ (802.16e) και των 3G δικτύων. Οι 
διαφορές αλλά και οι επικαλύψεις των τεχνολογιών αυτών παρουσιάζονται 
συνοπτικά στον παρακάτω Πίνακα 9. 
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Πίνακας 9  Η σχέση του ΙΕΕΕ 802.20 µε τα υπόλοιπα πρότυπα 
 
Σύγκριση µε το WiΜΑΧ 
Τόσο το WiΜΑΧ όσο και το 802.20 χρησιµοποιούν το ζεύγος των προτύπων ΟFDΜ-ΜΙΜΟ, 
τα οποία έχουν καθιερωθεί ως η κύρια τεχνολογία για τα µελλοντικά κυτταρικά 
συστήµατα µεταγωγής πακέτων, συµπεριλαµβανοµένων των εξελίξεων στα 3GΡΡ και 
στα 3GΡΡ2. 
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Παρότι ο ρυθµός µετάδοσης και η ακτίνα δράσης είναι µόνο τα µισά από ότι στο Mobile 
WiΜΑΧ, το Mobile-Fi είναι εκ φύσεως περισσότερο "mobile", καθώς παρουσιάζει 
καθυστέρηση (latency) το πολύ 10 milliseconds (ενώ τα 500 milliseconds είναι το 
standard για τις 3G επικοινωνίες) και µπορεί να διατηρεί την σύνδεση ακόµα και σε 
ταχύτητες 250km/h, ενώ το WiΜΑΧ έχει όριο τα 100km/h. Έτσι το Mobile-Fi 
αποτελεί ανταγωνιστή τόσο για το WiΜΑΧ όσο και για τα 3G συστήµατα. 
Επειδή χρησιµοποιεί πιο κοινές µπάντες συχνοτήτων µέχρι τα 3.5GΗz, παρέχει 
καλύτερη υποστήριξη για mobility, handoff και roaming. Ενώ το Mobile WiΜΑΧ στοχεύει 
ουσιαστικά στον κινητό χρήστη που χρησιµοποιεί περπατώντας ένα laptop ή ένα ΡDΑ 
υποστηρίζοντας ταχύτητες µέχρι 100km/h, το Mobile-Fi στοχεύει σε παροχή υπηρεσίας 
σε πολύ υψηλότερες ταχύτητες. Όµως, το Mobile-Fi θα χρειαστεί να ξεπεράσει πολλά 
προβλήµατα. Το πρώτο από αυτά είναι ότι µπορεί να χρησιµοποιηθεί σε licensed µπάντες 
χαµηλότερες από τα 3.5GΗz. Ένα άλλο πρόβληµα είναι η εξέλιξη του Mobile-Fi υστερεί 
σε σχέση µε το WiΜAX κατά δυο περίπου χρόνια. Επίσης, αν και θετικό, είναι ακόµα 
αβέβαιο το αν θα υπάρξει µαζική ανάγκη για να καλυφθούν περιπτώσεις µεγάλης 
κινητικότητας (250 km/h). Τέλος, ένα πολύ σοβαρό πρόβληµα στην εγκαθίδρυση του 
Mobile-Fi είναι ότι οι πάροχοι ασυρµάτων επικοινωνιών, το βλέπουν ως ανταγωνιστικό 
πρότυπο σε σχέση µε το 3G, την στιγµή µάλιστα που έχουν δαπανήσει τεράστια ποσά όχι 
µόνο για την εξασφάλιση των αδειών χρήσης των συχνοτήτων, αλλά και σε εξοπλισµό 
δικτύου. Όλοι αυτοί οι παράγοντες µπορεί να σηµαίνουν ότι σε κάποια χρόνια το 
Mobile-Fi µπορεί ακόµα να µην είναι καθολικό πρότυπο, ενώ αντιθέτως το WiMAX 
µπορεί να είναι. 
3.5.2   iBURST 
Το σύστηµα iBurst της Kyocera ή αλλιώς ΗC-SDΜΑ, αποτελεί ένα ΜΒWΑ σύστηµα, το 
οποίο έχει εµπορική εφαρµογή σε περισσότερες από 10 χώρες και επίσης έχει γίνει 
αποδεκτό σαν πρότυπο από την American National Standards Institute (ΑΝSΙ), καθώς και 
από την International Telecommunication Union Radiocommunication Sector (ITU-R). 
Το σύστηµα iBurst είναι σχεδιασµένο για να παρέχει κινητή ευρυζωνική ασύρµατη 
πρόσβαση σε όλους τους συνδροµητές οποιαδήποτε στιγµή και οπουδήποτε. Το 
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σύστηµα υπόσχεται µια αδιάλειπτη, ΙΡ - κεντρική, υψηλής ταχύτητας ασύρµατη 
πρόσβαση που θα παρέχει διαµεταγωγή πακέτων µε ρυθµούς περίπου 1Mbps (downlink) 
ανά χρήστη, ενώ παράλληλα θα διατηρεί την φασµατική του απόδοση, την κάλυψη και 
χωρητικότητα του. Το σύστηµα είναι µοναδικά σχεδιασµένο γύρω από πολλαπλές 
κεραίες Adaptive Area Antenna (ΑΑΑ) και χρήση χωρικής επεξεργασίας (Spatial 
Division Multiple Access - SDMA), ώστε να παρέχει ευρυζωνικές υπηρεσίες µε κόστη 
που µπορούν να ενθαρρύνουν την µαζική εφαρµογή του και τελικά υιοθέτηση του. Τα 
κύρια τεχνικά του χαρακτηριστικά και δυνατότητες του iBurst περιγράφονται παρακάτω. 
Οι πάροχοι που χρησιµοποιούν το iBurst παγκοσµίως, σχηµάτισαν το iBurst Association 
(iΒΑ), ένα µη κερδοσκοπικό οργανισµό που είχε αναλάβει την προώθηση και εξέλιξη της 
τεχνολογίας iBurst ώστε να γίνει η προτιµητέα πλατφόρµα στα πλαίσια του ΜΒWΑ. 
 
Υψηλός ρυθµός µετάδοσης 
Το iBurst σύστηµα διαθέτει µια διεπαφή αέρος που χρησιµοποιεί ΤDD/ΤDΜΑ (Time 
Division Duplex/Time Division Multiple Access) τεχνικές για την δοµή του frame. Το 
frame διαιρείται σε 3 uplink που ακολουθούνται από 3 downlink slots ώστε να 
υποστηρίζει υψηλότερους ρυθµούς µετάδοσης κατά το downlink. 
Όλες οι µεταδόσεις uplink και downlink προγραµµατίζονται µε σταθερό symbol rate 
των 500symbols/sec. Τα φυσικά και λογικά χαρακτηριστικά του ΤDD/ΤDΜΑ έχουν 
επιλεγεί και βελτιστοποιηθεί για αποδοτική µεταφορά της ΙΡ πληροφορίας του τελικού 
χρήστη παρέχοντας έτσι υψηλούς ρυθµούς µετάδοσης στους κινητούς χρήστες. 
 
Αποδοτική χρήση του φάσµατος 
Καθώς οι ραδιοπόροι είναι σπάνιοι, η αποδοτική χρήση του φάσµατος αποτελεί 
υψηλή προτεραιότητα. Το iBurst σύστηµα έχει σχεδιαστεί ώστε να ενσωµατώνει όλες 
τις state of the art σχετικές τεχνολογίες όπως 
• Asymmetric ΤDD/ΤDΜΑ frame designed for 625 kΗz channelization 
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• Adaptive Array Antenna Processing 
• Spatial Division Multiple Access 
• Adaptive Modulation and Coding 
 
Περιοχή Κάλυψης 
Το iBurst σύστηµα παρέχει µεγάλη περιοχή κάλυψης µε το να µεγιστοποιεί το κέρδος 
του Effective Isotropically Radiated Power (ΕΙRP) και χρησιµοποιώντας τεχνολογία 
Adaptive Array Antennas. Παρότι η ακτίνα κάλυψης µπορεί να διαφέρει αναλόγως 
και µε την συχνότητα του φορέα, του ύψους της κεραίας του Σταθµού Βάσης, τον 
τύπο του τερµατικού, της τοπολογίας και της πυκνότητας των κτιρίων, το iBurst 
µπορεί να παρέχει περισσότερα από 850kbps στο downlink σε απόσταση 500m από τον 
Σταθµό Βάσης σε µια µητροπολιτική περιοχή και σε απόσταση 1Km σε αγροτική 
περιοχή. Λόγω της χρήσης ΤDD η µέγιστη ακτίνα του κυττάρου από τον Σταθµό 
Βάσης είναι τα 12,75Km, λαµβάνοντας υπόψη και την καθυστέρηση του σήµατος. 
 
Always On 
Το σύστηµα παρέχει always on σύνδεση στο Internet και υποστηρίζει λειτουργία 
handover µεταξύ των Σταθµών Βάσης. Τα τερµατικά, αφού αναγνωρισθούν 
(αυθεντικοποιηθούν) από το δίκτυο, έρχονται σε επαφή µε τους Σταθµούς Βάσης µε 
τυχαία ακολουθία και ελέγχουν την ποιότητα της επικοινωνίας ή / και την 
συµφόρηση των Σταθµών Βάσης ώστε να διατηρήσει την σύνδεση µε τον κατάλληλο 
Σταθµό Βάσης για όσο βρίσκονται εντός της εµβέλειας του δικτύου. 
 
Απλή και οικονοµική σύνδεση στο Internet 
Το "προς τα πίσω" ενσύρµατο δίκτυο από το iBurst σύστηµα, είναι σχεδιασµένο για ΙΡ 
κίνηση. Οι Σταθµοί Βάσης µπορούν να συνδέονται στο Internet µέσω Ethernet. Οι 
πάροχοι από εκεί και πέρα µπορούν να επιλέξουν τον κατάλληλο δικτυακό εξοπλισµό 
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ώστε να εκµεταλλευτούν τους υψηλούς ρυθµούς µετάδοσης, την µεγάλη κάλυψη και 
την υψηλή χωρητικότητα που παρέχει η διεπαφή αέρος του iBurst. 
 
Ασφάλεια 
Το σύστηµα iBurst παρέχει ισχυρή ασφάλεια για την διεπαφή αέρος µε χρήση 
κρυπτογράφησης και αυθεντικοποίησης. Η αυθεντικοποίηση τόσο για τους Σταθµούς 
Βάσης όσο και για τις τερµατικές συσκευές βασίζεται σε ψηφιακά πιστοποιητικά που 
χρησιµοποιούν αλγορίθµους RSA. Κατά τη διαδικασία αυθεντικοποίησης, ο Σταθµός 
Βάσης και η Τερµατική Συσκευή ανταλλάσσουν τις κοινές µυστικές παραµέτρους 
χρησιµοποιώντας δηµόσια κλειδιά που βασίζονται σε προηγµένη κρυπτογραφία. 
Οι κοινές αυτές µυστικές παράµετροι χρησιµοποιούνται επίσης για µαζική 
κρυπτογράφηση των δεδοµένων των χρηστών και των µηνυµάτων ελέγχου. 
 
Κινητικότητα 
Το συγκεκριµένο σύστηµα µπορεί και διατηρεί την επικοινωνία ακόµα και όταν η 
Τερµατική Μονάδα βρίσκεται σε µεγάλη ταχύτητα. Αυτό επιτυγχάνεται µε 
χρήση πολλών classes διαµόρφωσης και κατάλληλων αλγορίθµων για την επιλογή 
κάθε φορά της κατάλληλης τεχνικής διαµόρφωσης καθώς και ισχύος εξόδου, ώστε 
να διατηρείται πάντα το καλύτερο δυνατό σήµα. Λόγω αυτών των λειτουργιών το 
iBurst µπορεί και διατηρεί τους υψηλούς ρυθµούς µετάδοσης ακόµα και όταν ο 
χρήστης µετακινείται µε µεγάλη ταχύτητα. 
Ενώ οι απαιτήσεις για ασύρµατες ευρυζωνικές συνδέσεις συνεχώς πληθαίνουν, εντούτοις 
το ηλεκτροµαγνητικό φάσµα αποτελεί ένα περιορισµένο πόρο πράγµα που σηµαίνει ότι θα 
πρέπει να βρεθούν τρόποι ώστε να γίνει αποδοτική χρήση του χωρίς να ψαλιδίζεται όµως η 
ποιότητα της παρεχόµενης υπηρεσίας. Το iBurst για να επιτύχει αυτόν τον στόχο 
χρησιµοποίησε προηγµένες τεχνικές όπως αναφέρθηκε και πιο πάνω. Σε αυτό το σηµείο θα 
αναφέρουµε κάποιες λεπτοµέρειες σχετικά µε αυτές τις τεχνικές. 
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ΤDΜΑ/ΤDD σύστηµα, ασύµµετρη slot frame δοµή 
Σε ένα τυπικό περιβάλλον όπου υπάρχουν διαθέσιµα 5ΜHz φάσµατος, το iBurst παρέχει 
ασύρµατη µεταφορά δεδοµένων πάνω από µονό carrier των 625Khz ή πολλαπλών (µέχρι 8) 
carriers των 625Κhz ταυτόχρονα. Με ένα ΤDΜΑ/ΤDD frame µήκους 5ms, υπάρχουν 3 
uplink slots και 3 downlink slots, αλλά η χρονική διάρκεια των uplink slots είναι µισή από 
αυτή των downlink slots, οδηγώντας σε ένα ασύµµετρο ΤDD frame. Αυτό το ΤDΜΑ/ΤDD 
είναι σχεδιασµένο για πιθανές εφαρµογές υπό φάσµα στενό ως 625ΚHz µε ένα σταθερό 
baud rate που αντιστοιχεί σε 2f per symbol. Αυτός ο σχεδιασµός έχει τα ακόλουθα 
πλεονεκτήµατα: 
• Το Uplink πριν το Downlink επιτρέπει τη χωρική παροδική επεξεργασία που 
απαιτούν οι adaptive antenna arrays των Σταθµών Βάσης. 
• Το φάσµα των 625Κhz απλοποιεί την εκτίµηση  καναλιών άρα  και την 
υλοποίηση του δικτύου. 
• Η χρήση καναλιών στενών συχνοτήτων ελαχιστοποιεί το latency. 
 
Τεχνική Adaptive Array Antenna 
Κάθε Σταθµός Βάσης του iBurst χρησιµοποιεί την τεχνική Adaptive Array Antenna µαζί 
µε εξελιγµένους αλγορίθµους επεξεργασίας σήµατος ώστε να ελέγχει την ισχύ εκποµπής 
και λήψης του. Ο αλγόριθµος ελέγχει το πλάτος και την φάση των συµβόλων που 
θα µεταδοθούν, βασιζόµενος στην συνέλιξη του κάθε λαµβανόµενου σήµατος από 
πολλές κεραίες. Η τεχνική αυτή έχει τα ακόλουθα χαρακτηριστικά: 
• Μεγιστοποιεί την ισχύ του σήµατος µε χρήση "spatial temporal processing". 
• Εξαλείφει  τις  παρεµβολές  πραγµατοποιώντας  µηδενικά  σηµεία  στις  
κατευθύνσεις των ανεπιθύµητων σηµάτων. 
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Αυτά τα δυναµικά χαρακτηριστικά βελτιώνουν το επίπεδο του αρχικού σήµατος ενώ 
µειώνουν τις παρεµβολές. 
 
Τεχνική Spatial Division Multiple Access 
Για να επιτευχθεί η καλύτερη απόδοση του φάσµατος, το σύστηµα iBurst υποστηρίζει τη 
µέθοδο πολλαπλής πρόσβασης Space Division Multiple Access, η οποία επαναχρησιµοποιεί 
το φάσµα αφού πολυπλέξει τα σήµατα βάσει χωρικών δεδοµένων. Όταν πραγµατοποιηθεί 
ο απαραίτητος έλεγχος της κατευθυντικής κεραίας χρησιµοποιώντας την τεχνική 
adaptive area antenna, το κάθε τερµατικό θα απολαµβάνει ικανοποιητική απόρριψη 
παρεµβολών οπότε και θα διατηρείται το επιθυµητό σήµα. Σαν αποτέλεσµα είναι 
δυνατή η χρήση του ίδιου φορέα και του ίδιου timeslot για πάνω από µία συνόδους 
επικοινωνίας. Μια τυπική iBurst εγκατάσταση χρησιµοποιεί 12 κεραίες και υλοποιεί 3 
χωρικά κανάλια το µέγιστο. Σαν αποτέλεσµα ένα σύστηµα µε εύρος ζώνης 5ΜHz θα 
µπορεί να διαχειρίζεται 72 streams µετάδοσης δεδοµένων: 
(8 carriers) x (3 time slots) x (3 spatial channel) = 72 stream 
Ωστόσο, ένας από τους 8 φορείς χρησιµοποιείται για µεταφορά δεδοµένων ελέγχου του 
καναλιού, συνεπώς τα streams γίνονται 69. Όπως όµως έχει προαναφερθεί το σύστηµα 
µπορεί να προσθέτει έως και 3 streams σε 3 slots ώστε να επιτύχει µέγιστο ρυθµό 
µετάδοσης, κάτι που σηµαίνει ότι 24 χρήστες µπορούν να επιτυγχάνουν τον µέγιστο ρυθµό 
µετάδοσης ταυτόχρονα. 
 
Adaptive διαµόρφωση και κωδικοποίηση 
Η Adaptive διαµόρφωση και κωδικοποίηση καναλιού, µαζί µε τον έλεγχο ισχύος για το 
uplink και downlink, παρέχουν την δυνατότητα αξιόπιστων µεταδόσεων. Υπάρχουν 9 
κλάσεις διαµόρφωσης και κωδικοποίησης που έχουν οριστεί για το downlink και 8 για 
το uplink. Ο στόχος είναι το σύστηµα να επιλέγει την κατάλληλη κλάση για κάθε 
περίπτωση, ακόµα και σε περιβάλλον υψηλών διαλείψεων, κάτι που τι επιτυγχάνει 
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συγκρίνοντας κάθε 2 frames (10ms) το SNR (Signal to Noise Ratio) και το RSSI (Receive 
Signal Strength Indicator). 
Συνοπτικά, όλα τα παραπάνω τεχνικά χαρακτηριστικά που διαθέτει ένα τυπικό iBurst 
σύστηµα που χρησιµοποιεί ένα εύρος ζώνης 5ΜΗz, είναι που συντελούν στην αποδοτική 
χρήση του φάσµατος που πραγµατοποιείται από το σύστηµα. Ο µέγιστος ρυθµός 
µετάδοσης είναι 1,061 kbps για το downlink και 346 kbps για το uplink, παρέχοντας έτσι 
ένα throughput 32.361Μbps ανά Σταθµό Βάσης. 
 
Εικόνα 24  Η θέση του iBurst ανάµεσα στις υπόλοιπες τεχνολογίες 
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Εικόνα 25  Πλεονεκτήµατα και µειονεκτήµατα του iBurst σε σχέση µε τις 
                             ανταγωνιστικές τεχνολογίες 
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ΚΕΦΑΛΑΙΟ 4 
ΑΣΥΡΜΑΤΑ ∆ΙΚΤΥΑ ΕΠΙΚΟΙΝΩΝΙΩΝ 4G 
 
4.1 ΕΙΣΑΓΩΓΗ 
Την τελευταία δεκαετία παρατηρήθηκε ότι το µέσο κέρδος ανά χρήστη των 
συστηµάτων 2G µειωνόταν συνεχώς, οπότε οι πάροχοι έπρεπε να εντοπίσουν και να 
υλοποιήσουν νέες υπηρεσίες ώστε να διατηρήσουν την κερδοφορία τους σταθερή. 
Αυτό επετεύχθη µε την είσοδο των multimedia υπηρεσιών στα κινητά δίκτυα, οι 
απαιτήσεις των οποίων οδήγησαν στα 3G δίκτυα. 
Αν το επόµενο µεγάλο βήµα στην αγορά τηλεπικοινωνιών είναι η προσφορά 
πολυµεσικών υπηρεσιών οπουδήποτε και οποτεδήποτε, τότε υπάρχουν δύο τρόποι για 
να υποστηριχθεί αυτή. Είτε θα προκύψει από τα κυτταρικά τηλεφωνικά δίκτυα, 
αφού αυτά ήδη υποστηρίζουν κινητικότητα (mobility) σε ευρείες περιοχές, είτε θα 
προκύψει προσθέτοντας mobility στο Internet, αφού σε αυτό βρίσκονται οι ρίζες αυτών 
των πολυµεσικών υπηρεσιών. 
Το πρόβληµα προσθήκης κινητικότητας στις υπηρεσίες Internet, µπορεί να επιµεριστεί 
σε τρία στάδια: αποδέσµευση του τερµατικού, διαχείριση των τερµατικών που 
βρίσκονται εν κινήσει και κλιµάκωση / εφαρµογή των παραπάνω σε πραγµατικά δίκτυα τα 
οποία συµπεριλαµβάνουν πολλά τερµατικά. 
Ως γνωστόν, ένα WLΑΝ επιτρέπει ουσιαστικά την αποδέσµευση του τερµατικού από την 
ενσύρµατη υποδοµή, αλλά αυτό από µόνο του δεν προσφέρει σηµαντική κινητικότητα 
πέρα τυχόν από το domain ενός ασύρµατου WLΑΝ subnet. ∆ηλαδή, το πρωτόκολλο 
ΙΕΕΕ 802.11 αποτελεί ουσιαστικά το ασύρµατο υποκατάστατο του Ethernet, δηλαδή το ΙΡ 
πρωτόκολλο «παίζει» πάνω από τον αέρα, τον οποίο χρησιµοποιεί ως φυσικό µέσο. Η 
βασική ιδέα του WLAN εφαρµόζεται πλέον όπως αναλύσαµε και στο Κεφάλαιο 3 και 
στα ΜΑΝ δίκτυα µέσω της οικογένειας πρωτοκόλλων 802.16, αυξάνοντας έτσι την 
ακτίνα δράσης σε 30 µίλια και παρέχοντας υπηρεσία παρόµοια µε την DSL αλλά µέσω 
της διεπαφής αέρα. Επίσης, πολύ σύντοµα τόσο το 802.16 όσο και το 802.20 θα 
υποστηρίζουν κινητικότητα και σε υψηλές ταχύτητες µετακίνησης (vehicular mobility). 
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Παρά το γεγονός ότι οι λεπτοµέρειες υλοποίησης διαφέρουν σε κάθε µια από αυτές τις 
περιπτώσεις ασύρµατων δικτύων, η υπηρεσία που παρέχεται σε επίπεδο ΙΡ παραµένει η 
ίδια. Ουσιαστικά, αυτή είναι η παροχή υψηλών ρυθµών µετάδοσης πακέτων δεδοµένων. 
Συνεπώς, δικαίως µεγάλο µέρος της προσπάθειας προτυποποίησης που διεξάγεται, 
έχει επικεντρωθεί στο λεγόµενο "ΑΙΙ - ΙΡ" δίκτυο ή διαφορετικά 4G δίκτυο το οποίο 
θα µπορεί να υποστηρίζει multimedia υπηρεσίες. Ουσιαστικά, η λογική που 
αναπτύσσεται είναι για την δηµιουργία και εγκατάσταση µιας ΙΡ υποδοµής η οποία θα 
λειτουργεί ως συνδετικός κρίκος και backbone core network όλων των υπολοίπων 
ασύρµατων δικτύων, είτε πρόκειται για δίκτυα κυτταρικής τηλεφωνίας, είτε για 
ασύρµατα δίκτυα δεδοµένων δηλαδή WΡΑΝs, WLΑΝs και WΜΑΝs. 
Με την ταχεία εξάπλωση των ασύρµατων δικτύων επικοινωνιών, υπάρχει πλέον πρόβλεψη 
για υλοποίηση των δικτύων 4ης Γενιάς εντός δεκαετιών. Τα συστήµατα 4G ουσιαστικά 
προσβλέπουν στην αδιάλειπτη ενοποιηµένη λειτουργικότητα υπαρχόντων ασύρµατων 
τεχνολογιών όπως το GSΜ, το WLΑΝ και το Bluetooth, καθώς επίσης και την 
υποστήριξη πιο προσωποποιηµένων υπηρεσιών µε εξαιρετική σταθερότητα και 
ποιότητα. Ωστόσο, η µετάβαση από τα υπάρχοντα συστήµατα στα 4G παρουσιάζει 
πολύ µεγάλες προκλήσεις σε όλους τους τοµείς όπως στους Κινητούς Σταθµούς, στο 
κυρίως σύστηµα, αλλά και στις υπηρεσίες. 
Τα 4G συστήµατα ουσιαστικά θα είναι ένα σύνολο ετερογενών αλλά ΙΡ-based δικτύων, 
που επιτρέπουν στον χρήστη να χρησιµοποιούν το σύστηµα οπουδήποτε και οποτεδήποτε. 
Οι χρήστες διαθέτοντας ένα κατάλληλο τερµατικό το οποίο µπορεί να λειτουργεί υπό 
διαφορετικούς τύπους δικτύων, θα µπορεί να χρησιµοποιεί υπηρεσίες οι οποίες θα 
παρέχονται από τα διάφορα ασύρµατα δίκτυα. ∆ηλαδή, τα 4G συστήµατα δεν θα είναι 
µόνο τηλεπικοινωνιακού χαρακτήρα, αλλά επίσης θα παρέχουν υπηρεσίες πολυµέσων 
κα δεδοµένων. Αυτό προϋποθέτει βέβαια την ύπαρξη σταθερότητας στο σύστηµα και 
παροχή υψηλού ρυθµού µετάδοσης δεδοµένων. Επίσης, το γεγονός ότι η προσµονή 
για το 4G είναι µεγάλη από τους τελικούς χρήστες οι οποίοι έχουν όµως διαφορετικές 
προτιµήσεις και ανάγκες, µεταφράζεται στο ότι οι πάροχοι των νέων υπηρεσιών θα πρέπει 
να τις σχεδιάσουν µε τέτοιο τρόπο ώστε να µπορούν να είναι παραµετροποιήσιµες και 
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προσποιηµένες βάση των αναγκών του καθενός. Τέλος, τα 4G συστήµατα θα πρέπει να 
έχουν την δυνατότητα παροχής ενοποιηµένων υπηρεσιών, δηλαδή ο χρήστης θα µπορεί να 
χρησιµοποιεί υπηρεσίες από διάφορους παρόχους ταυτόχρονα. Ο µελλοντικός 
χρήστης 4G µπορεί για παράδειγµα να αναζητά πληροφορίες σχετικά µε τις ταινίες που 
παίζονται στους κοντινούς κινηµατογράφους. Η τερµατική συσκευή θα µπορεί να 
συνδέεται ασύρµατα σε διάφορα δίκτυα όπως για παράδειγµα σε δίκτυο GPS (ώστε να 
καθορίζεται η τρέχουσα θέση του χρήστη), WLΑΝ (ώστε να λάβει previews των ταινιών 
που παίζονται στις αίθουσες), UΜΤS (για πραγµατοποίηση κλήσης σε κάποιον από τους 
κινηµατογράφους). Σε αυτό το παράδειγµα ο χρήστης συνδέεται σε τρία διαφορετικά 
δίκτυα τα οποία διαφέρουν σε QoS, σε πολιτική ασφάλειας, σε ρυθµίσεις δικτύου άρα και 
τερµατικής συσκευής, σε τρόπο χρέωσης και τέλος σε παρεχόµενες εφαρµογές. Συνεπώς, 
η ενοποίηση και παροχή τέτοιων υπηρεσιών µέσω των µελλοντικών 4G δικτύων, θα 
απολέσει µια επανάσταση. Για την µετάβαση όµως από τα υπάρχοντα συστήµατα στα 
4G µε χαρακτηριστικά όπως αυτά αναφέρονται πιο πάνω, θα πρέπει να αντιµετωπιστούν 
κάποιες προκλήσεις. 
 
4.2 ΠΡΟΚΛΗΣΕΙΣ ΚΑΤΑ ΤΗΝ ΕΝΟΠΟΙΗΣΗ ΕΤΕΡΟΓΕΝΩΝ 
      ∆ΙΚΤΥΩΝ 
Γενικά είναι πιο βολικό να συζητάµε τις προκλήσεις και τις σχετικές λύσεις 
οµαδοποιώντας τες σε τρεις βασικές κατηγορίες Κινητός Σταθµός, κυρίως σύστηµα και 
υπηρεσίες. 
4.2.1 ΚΙΝΗΤΟΣ  ΣΤΑΘΜΟΣ 
Τερµατικά Multimedia 
Προκειµένου να µπορέσει ο τελικός χρήστης να χρησιµοποιήσει τα επερχόµενα 
ασύρµατα δίκτυα 4G, θα πρέπει να διαθέτουν τερµατικές συσκευές οι οποίες θα µπορούν 
να προσαρµόζονται στα δίκτυα µεταβάλλοντας αυτόµατα τις εσωτερικές τους ρυθµίσεις. 
Αυτό εξαφανίζει την ανάγκη για χρήση διαφορετικών τερµατικών ή διαφορετικών 
εξαρτηµάτων πάνω σε τερµατικά αναλόγως του δικτύου στο οποίο θα βρίσκεται ο 
τελικός χρήστης. Ο πιο πολλά υποσχόµενος τρόπος για την υλοποίηση των multimode 
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τερµατικών που θα µπορούν να προσαρµόζονται σε κάθε δίκτυο, είναι η υιοθέτηση της 
προσέγγισης software radio. Η Εικόνα 26 δείχνει το σχέδιο ενός ιδεατού software radio. 
 
Εικόνα 26  Ο ιδεατός δέκτης 
 
Το αναλογικό τµήµα του δέκτη αποτελείται από µια κεραία, ένα ζωνοπερατό φίλτρο (ΒΡF) 
και έναν ενισχυτή (LΝΑ). Το ληφθέν αναλογικό σήµα, ψηφιοποιείται από τον 
µετατροπέα αναλογικού-ψηφιακού (ΑDC) αµέσως µετά από την αναλογική του 
επεξεργασία. Στην επόµενη φάση χρησιµοποιείται µια µονάδα ψηφιακής επεξεργασίας 
σήµατος Digital Signal Processor (DSP), για περαιτέρω επεξεργασία του ψηφιοποιηµένου 
σήµατος. 
∆υστυχώς, η υπάρχουσα τεχνολογία δε µας επιτρέπει να υλοποιήσουµε τον ιδεατό 
λογισµικό δέκτη για κάθε τύπο ασύρµατου δικτύου, λόγω των παρακάτω τεχνολογικών 
προβληµάτων. Πρώτον δεν είναι δυνατή η ύπαρξη µιας µόνο κεραίας και ενός µόνο LΝΑ 
για την εξυπηρέτηση µεγάλου εύρους συχνοτήτων (για την κάλυψη του φάσµατος όλως 
των τύπων δικτύων που απαρτίζουν το 4G). Η µόνη λύση είναι η χρησιµοποίηση 
πολλαπλών αναλογικών τµηµάτων που θα λειτουργούν σε διαφορετικές µπάντες 
συχνοτήτων. Αυτό σίγουρα αυξάνει την πολυπλοκότητα του σχεδιασµού και το φυσικό 
µέγεθος του τερµατικού. Η δεύτερη πρόκληση είναι ότι οι υπάρχοντες ΑDSs δεν είναι 
αρκετά γρήγοροι. Για παράδειγµα οι κυµατοµορφές των GSΜ και UΜΤS απαιτούν 
τουλάχιστον 17 bits ακρίβεια µε πολύ υψηλούς ρυθµούς δειγµατοληψίας (πάνω από 100 
Μsamples/sec). Για την επίτευξη αυτής της ακρίβειας, η ταχύτητα του πιο γρήγορου 
ΑDC που υπάρχει αυτή τη στιγµή, είναι δύο ή τρεις τάξεις µεγέθους πιο αργή από το 
απαιτούµενο. Τέλος, για την υλοποίηση διεπαφών software radio που θα λειτουργούν 
σε πραγµατικό χρόνο και των αντιστοίχων λειτουργιών που όπως µετατροπή συχνότητας, 
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ψηφιακό filtering, spreading και despreading, θα πρέπει να χρησιµοποιηθούν παράλληλοι 
DSΡs. Αυτό δηµιουργεί επίσης προβλήµατα όπως πολυπλοκότητα των κυκλωµάτων και 
µεγάλη κατανάλωση ισχύος. 
 
Ανακάλυψη Ασύρµατου ∆ικτύου 
Για να γίνει χρήση των υπηρεσιών τέταρτης γενιάς, τα νέου τύπου τερµατικά θα 
πρέπει να µπορούν να επιλέξουν το κατάλληλο ασύρµατο σύστηµα. Στα υπάρχοντα 
GSΜ συστήµατα, οι σταθµοί βάσης περιοδικά εκπέµπουν κατάλληλα µηνύµατα ώστε 
να ανακαλυφθούν από τα τερµατικά. Ωστόσο, αυτή η διαδικασία θα είναι πολύπλοκη 
στα ετερογενή συστήµατα τέταρτης γενιάς, διότι υπάρχουν διαφορές στις ασύρµατες 
τεχνολογίες και τα πρωτόκολλα πρόσβασης. Μια προτεινόµενη λύση είναι η 
χρησιµοποίηση κατάλληλων ραδιο-συσκευών υλοποιηµένες µε λογισµικό, που θα 
µπορούν να ελέγχουν για διαθέσιµα δίκτυα. Μετά τον έλεγχο, θα µπορούν να φορτώνουν 
το κατάλληλο λογισµικό και να επανακαθορίσουν τις ρυθµίσεις της συσκευής 
αναλόγως του επιλεχθέντος δικτύου. Αυτό το κατάλληλο λογισµικό, η συσκευή θα 
µπορεί να το αντλήσει από το δίκτυο. Υπάρχουν διαφορετικοί τρόποι ώστε να 
κατεβάζει η συσκευή το κατάλληλο λογισµικό. Η Εικόνα 27 δίνει ένα παράδειγµα του 
πως ένα νέου τύπου τερµατικό συνδεδεµένο µε ένα WLΑΝ, µπορεί να ελέγξει για 
διαθέσιµα ασύρµατα δίκτυα. Όταν το τερµατικό ανακαλύψει τα διαθέσιµα συστήµατα, 
µπορεί να κατεβάσει το κατάλληλο λογισµικό και να επανακαθορίσει τη διεπαφή 
software radio που διαθέτει. Όπως φαίνεται, το λογισµικό θα µπορεί να κατεβεί για 
παράδειγµα από έναν ΡC εξυπηρετητή, µια κάρτα µνήµης, µια έξυπνη κάρτα, η ακόµα 
και over the air (ΟΤΑ). Κάθε µια µέθοδος ανάκτησης του λογισµικού, έχει τα δικά της 
πλεονεκτήµατα και µειονεκτήµατα που σχετίζονται µε την ταχύτητα, την ακρίβεια, τη 
κατανάλωση πόρων και την ευκολία. 
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Εικόνα 27  Ένα multimode τερµατικό συνδεδεµένο µε WLAN, σαρώνει για νέα  
                δίκτυα και ανακτά κατάλληλο λογισµικό χειροκίνητα ή αυτόµατα 
 
Η µέθοδος ΟΤΑ για την ανακάλυψη των ασυρµάτων δικτύων είναι η πιο επιθυµητή 
καθώς απελευθερώνει τους χρήστες από την ανάγκη της ανάκτησης του κατάλληλου 
λογισµικού, και επίσης θα απλοποιούσε εξαιρετικά και την διαχείριση του δικτύου από 
πλευράς παροχών. Έχουν προταθεί διάφοροι τρόποι ΟΤΑ για ανάκτηση των δεδοµένων. 
Σε έναν από αυτούς, το τερµατικό του χρήστη συνεχώς παρακολουθεί ένα 
προκαθορισµένο κανάλι εκποµπής (global pilot & downloading channel - GΡDCΗ), ώστε 
να ελέγχει για νέα δίκτυα. Μόλις εντοπίσει κάποιο, µπορεί να αποφασίσει κατά πόσο θα 
µεταπηδήσει σε αυτό ή όχι. Παρόλα αυτά όµως θα πρέπει να λυθούν προβλήµατα όπως ο 
χρόνος downloading και η χαµηλή ταχύτητα του GPDCΗ. 
 
Επιλογή Ασύρµατου Συστήµατος 
Με την υποστήριξη που θα παρέχουν τα νέας γενιάς τερµατικά ο τελικός χρήστης θα 
µπορεί να επιλέξει µεταξύ των διαθέσιµων ασύρµατων δικτύων για κάποια σύνοδο 
επικοινωνίας. Καθώς κάθε δίκτυο έχει µοναδικά χαρακτηριστικά, η χρήση του 
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κατάλληλου δικτύου και της κατάλληλης υπηρεσίας κατά περίσταση, µπορεί να 
βελτιστοποιήσει την απόδοση του όλου συστήµατος και τη χρήση των πόρων. Ακόµα 
περισσότερο, η κατάλληλη επιλογή δικτύου µπορεί να ενισχύσει την ποιότητα 
παρεχόµενης υπηρεσίας που απαιτείται σε κάθε σύνοδο. Ωστόσο, η επιλογή του 
κατάλληλου δικτύου για κάθε σύνοδο επικοινωνίας είναι εξαιρετικά περίπλοκη, 
καθώς η διαθεσιµότητα του δικτύου µπορεί να µεταβάλλεται από στιγµή σε στιγµή. 
Επίσης, απαιτείται επαρκής γνώση των λεπτοµερειών του κάθε δικτύου πριν 
πραγµατοποιηθεί η εκλογή του. Αυτό σηµαίνει ότι απαιτείται η ακριβής κατανόηση 
των υποστηριζόµενων τύπων υπηρεσιών, των ρυθµών µετάδοσης του συστήµατος, των 
απαιτήσεων σε QoS, το κόστος επικοινωνίας και οι προτιµήσεις του χρήστη. 
Έχουν παρουσιαστεί λύσεις σχετικά µε την µεθοδολογία επιλογής δικτύου, όπως η χρήση 
ενός αλγορίθµου που λαµβάνει υπόψη τις πληροφορίες θέσης του χρησιµοποιούµενου 
κόµβου αλλά και των διαθέσιµων των άλλων δικτύων, οι προτιµήσεις του χρήστη, οι 
διαθέσιµοι δικτυακοί πόροι και οι απαιτήσεις για ένα ελάχιστο επίπεδο QoS. 
 
4.2.2 ΣΥΣΤΗΜΑ 
Κινητικότητα Τερµατικού 
Για να µπορέσει ένα δίκτυο 4G να παρέχει υπηρεσίες οποτεδήποτε και οπουδήποτε, 
είναι απαραίτητη η κινητικότητα (mobility) των τερµατικών. Θα πρέπει να υπάρχει η 
δυνατότητα roaming µεταξύ ασυρµάτων δικτύων, απαίτηση που προϋποθέτει την 
κινητικότητα των τερµατικών µεταξύ διαφόρων γεωγραφικών περιοχών. Υπάρχουν δύο 
βασικά ζητήµατα όσον αφορά την κινητικότητα των τερµατικών: διαχείριση της θέσης 
και διαχείριση handoff. Με τη διαχείριση θέσης το σύστηµα ανιχνεύει και εντοπίζει µια 
τερµατική συσκευή για πιθανή διασύνδεση. Επίσης, περιλαµβάνει την διαχείριση όλων 
των πληροφοριών σχετικά µε τα τερµατικά που εκτελούν roaming, όπως το αρχικό και 
το νέο κύτταρο θέσης του τερµατικού, πληροφορίες ταυτοποίησης και δυνατότητες QoS. 
Αντιθέτως, η διαχείριση των handoff σχετίζεται µε την διατήρηση της επικοινωνίας κατά 
τη διενέργεια handoff. Το πρότυπο Mobile ΙΡv6 (ΜΙΡv6) αποτελεί ένα νέο πρωτόκολλο 
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για τα ασύρµατα συστήµατα. Σύµφωνα µε αυτό, κάθε τερµατικό διαθέτει µια ΙΡv6 
home address. Κάθε φορά που το τερµατικό κινείτε εκτός του δικτύου, η home address 
παύει να ισχύει και το τερµατικό αποκτά µια νέα διεύθυνση που ονοµάζεται care-of 
address από το δίκτυο που έχει επισκεφθεί. Η αντιστοιχία µεταξύ της home address και της 
care-of address ενηµερώνεται µε την χρήση ενός agent πίσω στο αρχικό δίκτυο ώστε να 
υποστηρίζεται η συνεχής επικοινωνία. Ωστόσο, αυτέ οι διαδικασίες προκαλούν αύξηση 
στη φόρτιση του δικτύου, καθυστερήσεις στο handover και απώλεια πακέτων 
δεδοµένων. Αυτά τα προβλήµατα είναι ακόµα πιο δύσκολο να λυθούν στα 4G 
συστήµατα, καθώς εκτός από το οριζόντιο handoff υπάρχει και το κατακόρυφο όπως 
δείχνει η Εικόνα 28. 
 
Εικόνα 28  Οριζόντιο και κατακόρυφο handoff 
 
Οριζόντιο handoff πραγµατοποιείται όταν το τερµατικό µετακινείται από το ένα κελί στο 
άλλο εντός του ίδιου δικτύου. Κατακόρυφο χαρακτηρίζεται το handoff όπου το 
τερµατικό µετακινείται µεταξύ διαφορετικών δικτύων (π.χ. µεταξύ UΜΤS και 
WLΑΝ). Ακόµη περισσότερο, τα δίκτυα 4G υποτίθεται ότι πρέπει να υποστηρίζουν 
πολυµεσικές υπηρεσίες οι οποίες είναι ευαίσθητες ως προς τις χρονικές καθυστερήσεις και 
συνεπώς η µείωση του επιπέδου QoS λόγω καθυστερήσεων κατά το handover, δεν είναι 
καθόλου επιθυµητές. Επίσης, θεωρείται εξαιρετικό δύσκολο να υπολογισθεί η σωστή 
χρονική στιγµή για τη διενέργεια του handoff, καθώς σε κάθε δίκτυο υπάρχουν 
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διαφορετικές καθυστερήσεις. Για αυτούς τους λόγους οι ερευνητές έχουν 
προσανατολιστεί στην έρευνα νέων µηχανισµών λήψης αποφάσεων σχετικά µε τα 
handoff µεταξύ ετερογενών δικτύων. 
 
Υποδοµή ∆ικτύου και QoS 
Μπορούµε να διαχωρίσουµε τα υπάρχοντα ασύρµατα συστήµατα σε δύο κατηγορίες: τα 
non ΙΡ-based και τα ΙΡ-based. Πολλά non ΙΡ-based συστήµατα είναι βελτιστοποιηµένα για 
την µετάδοση φωνής (π.χ. GSΜ, CDΜΑ2000 και UΜΤS), ενώ αντιθέτως τα ΙΡ-
based συστήµατα είναι σχεδιασµένα για µετάδοση δεδοµένων (π.χ. 802.11, WLΑΝ 
και ΗΙΡERLΑΝ). Στο ασύρµατο περιβάλλων των 4G το πρόβληµα της ενοποίησης 
αυτών των δύο τύπων δικτύων γίνεται φανερό. Θα πρέπει να διερευνηθούν θέµατα όπως 
παροχή QoS από άκρη σε άκρη, παρότι πρόκειται για θέµατα εξαιρετικά δύσκολα, ειδικά 
όταν µιλάµε για ευαίσθητες εφαρµογές όπως πολυµεσικές υπηρεσίες. 
Έτσι οι τρέχοντες σχεδιασµοί για QoS έχουν γίνει µε βάση κάποιο συγκεκριµένο 
σύστηµα. Για παράδειγµα το 3G Partnership Project (3GPP) έχει προτείνει µια κατανοητή 
QoS αρχιτεκτονική για το UΜΤS, που παρέχει QoS δυνατότητες µέσω των UMTS bearer 
services και επίσης έχει καθορίσει κλάσεις QoS και τα αντίστοιχα χαρακτηριστικά τους, 
ώστε να ανταποκρίνονται σε διάφορες απαιτήσεις σε QoS. Όµως, η παροχή QoS στο 
UΜΤS µόνο, δεν λύνει το πρόβληµα του QoS από άκρη σε άκρη, αφού υπάρχουν και 
άλλοι τύποι δικτύων που εµπλέκονται. Για αυτό το λόγω η 3GΡΡ διερευνά πιο 
κοινόχρηστους τύπους και αρχιτεκτονικές QoS. 
 
Ασφάλεια και Εµπιστευτικότητα 
Οι απαιτήσεις ασφαλείας των συστηµάτων 2ης και 3ης γενιάς έχουν αναλυθεί στην 
βιβλιογραφία σε µεγάλο βαθµό. Έχουν ορισθεί διάφορα πρότυπα που παρέχουν 
συγκεκριµένα χαρακτηριστικά ασφαλείας, όπως για παράδειγµα στο GSΜ το οποίο 
παρέχει ασφαλή µετάδοση φωνής µεταξύ χρηστών. Ωστόσο, τα υπάρχοντα συστήµατα 
ασφάλειας δεν επαρκούν για τα δίκτυα 4ης γενιάς τα οποία αποτελούνται από ετερογενή 
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δίκτυα µε ξεχωριστές απαιτήσεις το καθένα. Συνεπώς το ζητούµενο είναι να υπάρχει 
ευελιξία στα συστήµατα ασφάλειας για αυτό πολλοί ερευνητές έχουν ξεκινήσει από την 
αρχή τους σχεδιασµούς τους. Για παράδειγµα το  Tiny SESEME που αποτελεί ένα ελαφρύ 
επαναρυθµιζόµενο µηχανισµό ασφαλείας ο οποίος µπορεί και παρέχει ασφάλεια σε 
πολυµεσικές υπηρεσίες ή ΙΡ-based εφαρµογές των δικτύων 4G. 
 
Ανοχή Σφαλµάτων 
Στο παρελθόν έχουν γίνει πολλές προσπάθειες για την παροχή ανοχής σφαλµάτων στα 
ενσύρµατα δίκτυα, ώστε να βελτιωθεί η αξιοπιστία, η διαθεσιµότητα και γενικά η 
επιβίωση των δικτύων. Ωστόσο, η έρευνα δεν έχει προχωρήσει τόσο πολύ όσον αφορά 
τα ασύρµατα δίκτυα, παρότι αυτά είναι οµολογουµένως πιο ευαίσθητα. Ένα κυτταρικό 
ασύρµατο δίκτυο είναι σχεδιασµένο µε τοπολογία που διαθέτει πολλά επίπεδα που 
περιλαµβάνουν την συσκευή, το κύτταρο, το επίπεδο δικτύου κ.α. Μια σηµαντική όµως 
αδυναµία αυτής της τοπολογίας είναι ότι ακόµα και ένα µόνο επίπεδο καταρρεύσει τότε 
καταρρέει όλο το σύστηµα. Για παράδειγµα αν υπάρξει πρόβληµα σε ένα σταθµό βάσης 
ενός κυττάρου, υπάρχει η περίπτωση να καταρρεύσει όλο το κύτταρο. Τα πράγµατα είναι 
ακόµα χειρότερα αν υπάρχουν πολλές τέτοιες τοπολογίες όπως στα συστήµατα 4G. 
Συνεπώς, τα συστήµατα ανοχής σφαλµάτων θα πρέπει να λαµβάνουν υπόψη πολλές 
παραµέτρους όπως η κινητικότητα των χρηστών, η διαχείριση του QoS, η χωρητικότητα 
του συστήµατος, η κατανάλωση ισχύος και οι ρυθµοί λαθών στις συνδέσεις των διαφόρων 
ασυρµάτων δικτύων. 
 
4.2.3 ΥΠΗΡΕΣΙΕΣ 
Πολλαπλοί Πάροχοι και Μοντέλα Χρέωσης 
Στη σηµερινή τηλεπικοινωνιακή αγορά, ο πάροχοι χρησιµοποιούν ένα σχετικά απλό τρόπο 
χρέωσης των πελατών τους. Συνήθως χρησιµοποιείται µια πάγια χρέωση αναλόγως των 
συνδροµητικών υπηρεσιών, χρέωση βάσει όγκου δεδοµένων, χρέωση βάσει διάρκειας 
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κλήσης κλπ ώστε να προκύψει η χρέωση του πελάτη. Ωστόσο, το γεγονός ότι στα 
συστήµατα 4G προβλέπεται να υπάρχει µεγάλη ποικιλία υπηρεσιών µεταφράζεται στην 
ανάγκη για δηµιουργία νέων µοντέλων χρέωσης. Αυτά θα πρέπει να λαµβάνουν υπόψη το 
γεγονός ότι οι χρήστες δεν θα ανήκουν πλέον σε ένα µόνο πάροχο αλλά θα είναι 
πιθανότατα εγγεγραµµένοι σε υπηρεσίες οι οποίες παρέχονται από περισσότερους του 
ενός παρόχους. Συνεπώς, σε µια τέτοια περίπτωση θα είναι εξαιρετικά κουραστικό για τον 
χρήστη να συναλλάσσεται συνεχώς µε όλους τους παρόχους και να πληρώνει πολλούς 
λογαριασµούς, ενώ αντιθέτως η χρήση µιας υπηρεσίας διαµεσολάβησης (broker service) 
θα έλυνε το πρόβληµα. Για να το πετύχουν αυτό, οι πάροχοι πρέπει να σχεδιάσουν 
νέα επιχειρηµατικά µοντέλα και νέες λογιστικές διαδικασίες. Επίσης θα πρέπει να υπάρξει 
εξίσωση του τρόπου χρέωσης των υπηρεσιών µεταξύ των παροχών, δηλαδή να χρεώνουν 
όλοι βάσει όγκου δεδοµένων ή χρόνου ή µε πάγια χρέωση. 
 
Κινητικότητα Χρήστη 
Εκτός από την κινητικότητα του τερµατικού υπάρχει και η κινητικότητα του χρήστη 
που αποτελεί ζήτηµα στην διαχείριση της κινητικότητας εντός του δικτύου. Η 
κινητικότητα του χρήστη επικεντρώνει περισσότερο στην κίνηση του χρήστη παρά 
στην κίνηση του τερµατικού και σχετίζεται µε την παροχή προσωποποιηµένων 
τηλεπικοινωνιακών υπηρεσιών στους χρήστες καθώς και µε υπηρεσίες προσωποποιηµένου 
λειτουργικού περιβάλλοντος. 
Η Εικόνα 29 παρουσιάζει την έννοια της κινητικότητας του χρήστη 
χρησιµοποιώντας σαν παράδειγµα την λήψη ενός προσωπικού µηνύµατος βίντεο. 
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Εικόνα 29  Παράδειγµα κινητικότητας χρήστη 
 
Όπως φαίνεται στην εικόνα, όταν υπάρχει ένα µήνυµα βίντεο για τον χρήστη, 
ανεξαρτήτως του που βρίσκεται ο χρήστης ή του τι τερµατικό χρησιµοποιεί, το µήνυµα 
θα αποσταλεί σε αυτόν, σωστά. Για να πραγµατοποιηθεί αυτό απαιτείται µια υπηρεσία 
προσωποποιηµένου λειτουργικού περιβάλλοντος, που θα επιτρέπει την παρουσίαση του 
πολυµεσικού υλικού ανεξαρτήτως του τύπου του τερµατικού ή του τύπου δικτύου. Προς 
το παρόν υπάρχουν πολλές προτεινόµενες λύσεις σχετικά µε την κινητικότητα των 
χρηστών. Η πιο διαδεδοµένη είναι αυτή της χρησιµοποίησης mobile-agents, δηλαδή 
ειδικών τµηµάτων software που ξεχωριστά, στον καθένα από τους οποίους έχει ανατεθεί 
ένα µοναδικό αναγνωριστικό. Ουσιαστικά, οι agents λειτουργούν σαν 
διαµεσολαβητές µεταξύ των χρηστών και του ∆ιαδικτύου. Επίσης κάθε χρήστης ανήκει 
σε κάποιο home δίκτυο το οποίο διατηρεί ενηµερωµένα στοιχεία σχετικά µε αυτόν, όπως 
την τρέχουσα θέση του, τις προτιµήσεις του και τις τρέχουσες ρυθµίσεις της τερµατικής 
συσκευής που χρησιµοποιεί. Όταν ο χρήσης µετακινείται από το home δίκτυο σε κάποιο 
άλλο (visiting network), ο agent που του αντιστοιχεί θα µετακινηθεί επίσης στο νέο 
δίκτυο. Όπως φαίνεται στο παράδειγµα της Εικόνας 29, όταν κάποιος πραγµατοποιεί µια 
αίτηση κλήσης για την χρήστη Mary, ο agent του καλούντος, κάνει µια αίτηση στο 
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home δίκτυο της Mary, για ανεύρεση της θέσης του agent της. Το δίκτυο ελέγχει το 
ενηµερωµένο profile της Mary και στέλνει ως απάντηση το σηµείο που βρίσκεται ο agent 
της. Όταν ο agent του καλούντος εντοπίσει την θέση της Mary, µπορεί πλέον να 
επικοινωνήσει απ' ευθείας µε τον agent της. Ενδέχεται να χρησιµοποιούνται 
διαφορετικοί agents για την κάθε ξεχωριστή υπηρεσίες, όπως για παράδειγµα ένας agent 
που χρησιµοποιεί διαφορετικούς assistants αναλόγως της υπηρεσίας π.χ. user assistant, ΗΤΤΡ 
assistant και FΤΡ assistant, ώστε να παρέχει ουσιαστικά προσωποποιηµένες υπηρεσίες στον 
χρήστη. Βέβαια, έχουν προταθεί και άλλες λύσεις σχετικά µε την κινητικότητα του χρήστη 
που δεν βασίζονται σε mobile agent. 
Στον Πίνακα 10 φαίνεται η κατηγοριοποίηση των προκλήσεων και των αντίστοιχων 
προτεινόµενων λύσεων µε τις τρεις βασικές κατηγορίες Κινητός Σταθµός, κυρίως 
σύστηµα και υπηρεσίες. 
 
Κατηγορία Πρόκληση Προτεινόµενη Λύση 
Κινητός  Σταθµός 
Multimode Τερµατικά Να σχεδιαστεί ένα 
τερµατικό που θα 
λειτουργεί σε διαφορετικά 
ασύρµατα δίκτυα και θα 
ξεπερνούν προβλήµατα 
όπως µέγεθος συσκευής, 
κόστος, κατανάλωση 
ισχύος και συµβατότητα µε 
τις υπάρχουσες 
τεχνολογίες. 
Μπορεί να χρησιµοποιηθεί 
η προσέγγιση του software 
radio: δηλαδή το τερµατικό 
θα µπορεί να 
επαναπροσδιορίζει τις 
ρυθµίσεις του ώστε να 
προσαρµόζεται στο 
εκάστοτε δίκτυο.  
Ανακάλυψη Ασύρµατου 
∆ικτύου  
Να ανακαλύπτει τα 
διαθέσιµα ασύρµατα δίκτυα 
µε χρήση επεξεργασίας 
σηµάτων που φτάνουν από 
τα διάφορα δίκτυα. 
Αυτόµατη ή χειροκίνητη 
έναρξη έρευνας για δίκτυα 
µε αυτόµατο «κατέβασµα» 
του κατάλληλου 
λογισµικού για κάθε τύπο 
δικτύου. 
Επιλογή Ασύρµατου 
∆ικτύου 
Κάθε δίκτυο έχει τα δικά 
του χαρακτηριστικά και το 
Η επιλογή του ασυρµάτου 
δικτύου µπορεί να γίνει 
 115 
δικό του ρόλο. Ο 
πολλαπλασιασµός των 
ασυρµάτων τεχνολογιών 
καθιστά δύσκολη την 
επιλογή της κατάλληλης 
τεχνολογίας για µια 
συγκεκριµένη στιγµή και 
µια συγκεκριµένη 
υπηρεσία. 
αντιστοιχώντας τις 
απαιτήσεις του χρήστη σε 
QoS και τις προτιµήσεις 
του µε τους διαθέσιµους 
πόρους. 
Κυρίως  Σύστηµα 
Κινητικότητα Τερµατικού Να εντοπίζεται η θέση των 
τερµατικών και να 
ενηµερώνονται οι σχετικές 
πληροφορίες όταν αυτό 
µετακινείται µεταξύ 
συστηµάτων. Επίσης να 
πραγµατοποιείται οριζόντιο 
και κατακόρυφο handoff µε 
ελάχιστες καθυστερήσεις 
και απώλεια πακέτων. 
Νέοι τρόποι signalling και 
αποδοτικοί µηχανισµοί 
handoff, καθώς και 
διερεύνηση του Mobile 
IPv6. 
Υποδοµή ∆ικτύου και QoS Να ενοποιηθούν τα 
υπάρχοντα non-IP και τα IP 
συστήµατα και να 
παρέχεται εξασφαλισµένο 
QoS από άκρη σε άκρη. 
Έχει προταθεί ένα 
κατανοητό σχέδιο για QoS 
στο UMTS, το οποίο 
υποστηρίζει 
διαλειτουργικότητα µε 
άλλες QoS τεχνολογίες. 
Ασφάλεια Η ενοποίηση ετερογενών 
δικτύων περιπλέκει το 
ζήτηµα της ασφάλειας. 
Απαιτούνται µηχανισµοί 
ασφαλείας που θα είναι 
δυναµικοί, 
αυτορυθµιζόµενοι, 
προσαρµοστικοί. 
Μετατροπές στους 
υπάρχοντες µηχανισµούς 
ασφαλείας των δικτύων. 
Έχει προταθεί η 
υποστήριξη security 
handoff για τις συνόδους 
εφαρµογών. 
Ανοχή σφαλµάτων Να ελαχιστοποιηθούν τα 
σφάλµατα και τα 
αποτελέσµατα τους σε 
οποιοδήποτε επίπεδο ενός 
δικτύου µε τοπολογία 
δένδρου. 
Έχουν προταθεί 
αρχιτεκτονικές ανοχής 
σφαλµάτων για ετερογενή 
δίκτυα και πρωτόκολλα 
επαναφοράς.  
Υπηρεσίες 
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Πολλαπλοί Πάροχοι και 
Μοντέλα Χρέωσης 
Η συλλογή, διαχείριση και 
αποθήκευση των 
πληροφοριών του πελάτη 
από διάφορους παρόχους. Η 
δηµιουργία µοντέλου 
χρέωσης, το οποίο θα είναι 
απλό και καθολικό. 
Έχουν προταθεί διάφοροι 
τρόποι χρέωσης. 
Κινητικότητα Χρήστη Να παρέχεται αδιάλειπτη 
κινητικότητα χρήστη χωρίς 
να απαιτείται η αλλαγή του 
υπάρχοντος εξοπλισµού 
στα δίκτυα. 
Έχουν προταθεί διάφορα 
µοντέλα για την 
κινητικότητα χρήστη, τα 
περισσότερα των οποίων 
περιλαµβάνουν τη χρήση 
mobile agents. 
Πίνακας  10  Σύνοψη βασικών ερευνητικών προκλήσεων και προτεινόµενων λύσεων 
 
4.3  ΑΡΧΙΤΕΚΤΟΝΙΚΕΣ ΓΙΑ ΤΗ ∆ΙΑΣΥΝ∆ΕΣΗ ∆ΙΚΤΥΩΝ WLAN   
       ΚΑΙ UMTS  
4.3.1 ΕΙΣΑΓΩΓΗ 
Τα κυτταρικά δίκτυα 3G, όπως το UΜΤS είναι σχεδιασµένα για να παρέχουν υπηρεσίες 
φωνής και δεδοµένων στους κινητούς χρήστες. Το bandwidth που αντιστοιχεί ανά 
χρήστη είναι µερικές εκατοντάδες kbps µε µέγιστο data rate τα 2-3 Μbps ανά κύτταρο. 
Από την άλλη είναι γνωστό ότι οι χρήστες multimedia υπηρεσιών παρουσιάζουν ασταθή 
συµπεριφορά ως προς το bandwidth, αφού κατά το download το bandwidth είναι 2 ή 3 
φορές µεγαλύτερο από ότι κατά το upload. Επιπλέον, η χρήση υψηλών ταχυτήτων 
παρουσιάζει και γεωγραφικό συνωστισµό όπως για παράδειγµα σε internet cafe, 
κτίρια γραφείων κ.α. Αυτές οι γεωγραφικές περιοχές που παρουσιάζουν υψηλές 
απαιτήσεις σε ταχύτητες, ονοµάζονται hot spots και ευτυχώς είναι διεσπαρµένες εντός 
του ασύρµατου δικτύου του κάθε παρόχου. Κάθε πάροχος θα επιθυµούσε να υιοθετήσει µια 
χαµηλού κόστους αλλά υψηλών ταχυτήτων λύση, ώστε να ικανοποιήσει τις ανάγκες 
αυτών των hot spot σηµείων. Αυτή η λύση θα µπορούσε να αποτελεί µια προέκταση του 
UΜΤS ή µια αυτόνοµη εφαρµογή εντός του UΜΤS, ώστε να διατηρηθεί και η σηµερινή 
υποδοµή στην οποία έχουν επενδυθεί πολλά κεφάλαια. Έτσι η χρήση του WLΑΝ (ΙΕΕΕ 
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802.11) για την κάλυψη των παρακάτω αναγκών φαντάζει εξαιρετικά θελκτική καθώς 
παρέχει υψηλές ταχύτητες (έως 54 Μbps) και επαρκώς χαµηλό κόστος (µερικές 
εκατοντάδες euro ανά access point). Στο τέλος αυτής της παραγράφου θα 
παρουσιάσουµε την αρχιτεκτονική µιας τέτοιας διασύνδεσης δικτύων. Η 
αρχιτεκτονική αυτή επιτρέπει σε ένα κινητό κόµβο (τερµατικό) να διατηρεί την 
διασύνδεση δεδοµένων (µεταγωγή πακέτων) µέσω του WLΑΝ, ενώ παράλληλα υπάρχει 
και η διασύνδεση φωνής (µεταγωγή κυκλώµατος) µέσω του UΜΤS. Αυτό βέβαια είναι 
εξαιρετικά βολικό αφού προς το παρόν το WLΑΝ χρησιµοποιείται κυρίως για σύνδεση 
υψηλών µεν ταχυτήτων αλλά best effort µόνο. 
Η διασύνδεση του UΜΤS µε το WLΑΝ µπορεί να επιτευχθεί µέσω περισσότερων του ενός 
σηµείων διασύνδεσης και να καθορίσουν έτσι µια εφικτή λύση, αναλόγως και του 
σεναρίου εφαρµογής που θέλουµε να καλύψουµε. Παρακάτω, παρουσιάζονται τα δυο 
βασικά σενάρια λειτουργίας: της Χαλαρής Ζεύξης (Loose Coupling) και της Ισχυρής 
Ζεύξης (Tight Coupling). 
 
4.3.1.1 ROAMING ΣΕΝΑΡΙΟ Ή ΧΑΛΑΡΗΣ ΖΕΥΞΗΣ (LOOSE  
COUPLING) 
 
Σε αυτή την περίπτωση το WLΑΝ λειτουργεί ως αυτόνοµο δίκτυο και δεν είναι 
διασυνδεδεµένο µε το UΜΤS δίκτυο. Ο χρήστης µπορεί να είναι συνδροµητής τόσο στο 
WLΑΝ όσο και στο UΜΤS. Αν τα και τα δύο δίκτυα ανήκουν στον ίδιο πάροχο, τότε θα 
µπορούσε να χρησιµοποιηθεί µια κοινή υποδοµή authentication και χρέωσης (billing). 
Στη χαλαρή ζεύξη ή Loose Coupling, ουσιαστικά τα δύο δίκτυα µοιράζονται 
συγκεκριµένες πληροφορίες σχετικά µε τον πελάτη (client) για λόγους ΑΑΑ 
(Authentication, Authorization, Accounting). Ένα δίκτυο WLΑΝ σε χαλαρή ζεύξη µε το 
GPRS, χρησιµοποιεί πληροφορίες της ΗLR σχετικά µε τον συνδροµητή της κινητής 
µονάδας, καθώς επίσης και το σύστηµα χρέωσης του παρόχου κινητής τηλεφωνίας στο 
οποίο µεταφέρει το κόστος χρήσης του δικτύου. 
Η υποστήριξη υπηρεσιών όπως η κινητικότητα, η ασφάλεια και οι µηχανισµοί 
handover, επιτυγχάνονται µε χρήση εξωγενών µεθόδων όπως το Mobile ΙΡ, το ΙΡsec και 
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άλλες µεθόδους αντιστοίχως. Σε σχέση µε τα δίκτυα ισχυρής ζεύξης, αυτά της χαλαρής 
ζεύξης είναι πιο εύκολα στην υποστήριξη, στην διαχείριση και στην επέκταση, οπότε η 
επιλογή τους γίνεται ώστε να επιτευχθούν εύκολες, άµεσες λύσεις. 
Στην Εικόνα 30 παρακάτω περιγράφεται η βασική αρχιτεκτονική ενός ενοποιηµένου 
δικτύου GPRS - WLΑΝ µε χαλαρή ζεύξη, όπου µεταξύ των δύο δικτύων γίνεται 
ανταλλαγή µόνο ΑΑΑ πληροφοριών για τους clients. Ουσιαστικά δηλαδή, το WLΑΝ 
δίκτυο δεν χρησιµοποιεί µεθόδους διαχείρισης κινητικότητας ή άλλες συγκεκριµένες 
GPRS δυνατότητες για τους roaming GPRS χρήστες. 
 
 
Εικόνα 30  Σενάριο ενοποίησης GPRS – WLAN δικτύων µε χαλαρή ζεύξη 
Στο σενάριο ενοποίησης µε χαλαρή ζεύξη, το WLΑΝ χρησιµοποιεί το Internet για να 
µεταφέρει σηµατοδοσία ελέγχου αλλά και δεδοµένα του χρήστη. Για κάποιο πάροχο WLΑΝ 
δικτύου, αυτό το σενάριο είναι και το πιο πιθανό στην περίπτωση που θελήσει να παράσχει 
ασύρµατες υπηρεσίες σε χρήστες GPRS τερµατικών. 
∆υστυχώς, για τη διεξαγωγή authentication βάσει των πληροφοριών της SΙΜ που 
παρέχονται από τον client και τη χρήση τους στο Authentication Center του GPRS, η ΙΕΤF 
(Internet Engineering Task Force), έχει προτυποποιήσει πολύ λίγους µηχανισµούς. Τα 
προτεινόµενα πρωτόκολλα για τις περιπτώσεις χαλαρής ζεύξης βασίζονταν στο ΕΑΡ και 
ήταν οι συνδυασµοί ΕΑΡ - SΙΜ, ΕΑΡ - ΑΚΑ και ΕΑΡ - SΙΜ - GΜΜ. Λόγω 
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προβληµάτων ασφαλείας των υπολοίπων, τελικά επικράτησαν οι συνδυασµοί ΕΑΡ - SΙΜ 
και ΕΑΡ - ΑΚΑ για την επίτευξη ΑΑΑ σε ενοποιηµένα δίκτυα WLΑΝ και GPRS µε 
χαλαρή ζεύξη. 
Σε γενικές γραµµές το ΕΑΡ παρέχει ουσιαστικά µια ευέλικτη πλατφόρµα για 
διεξαγωγή authentication αφού η υποστήριξη της είναι επιτρέπει την υποστήριξη 
ΑΑΑ λειτουργιών µε πολλούς τρόπους και σε διάφορα δίκτυα. 
 
4.3.1.2 HOT SPOT ΣΕΝΑΡΙΟ Ή ΙΣΧΥΡΗΣ ΖΕΥΞΗΣ (TIGHT  
               COUPLING) 
 
Αυτό το σενάριο προκύπτει στην περίπτωση που ο πάροχος θέλει να εξυπηρετήσει 
µε την δυνατότητα υψηλών ρυθµών µετάδοσης κάποια hot spots π.χ. εντός ενός 
συγκροτήµατος γραφείων. Σε αυτή την περίπτωση το WLΑΝ χρησιµοποιείται για 
την µεταφορά δεδοµένων και λειτουργεί σε συνεργασία µε το UΜΤS δίκτυο. Οι 
χρήστες διαθέτοντας dual mode συσκευές µπορούν να έχουν πρόσβαση και στα δύο 
δίκτυα, αφού αυτά διαθέτουν δυο διεπαφές δικτύου, εκ των οποίων η µια θα 
συνδέεται στο UΜΤS και η δεύτερη στο WLΑΝ. Η Εικόνα 31 δείχνει ένα πιθανό 
τρόπο λειτουργίας όπου το WLΑΝ σχηµατίζει κάποια micro cells εντός των 
µεγαλύτερων macro cells του UΜΤS δικτύου. 
 
Εικόνα 31  Χρήση hot spots εντός του UMTS δικτύου 
 
Τα ενοποιηµένα δίκτυα WLΑΝ και UΜΤS ισχυρής ζεύξης, µοιράζονται πολύ 
περισσότερες λειτουργίες σε σχέση µε αυτά της χαλαρής ζεύξης. Έτσι, σε αυτή την 
περίπτωση, το WLΑΝ δίκτυο χρησιµοποιεί πολύ περισσότερες δυνατότητες και 
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µηχανισµούς του GΡRS δικτύου όπως authentication, διαχείριση κινητικότητας, 
µηχανισµοί billing, µηχανισµοί ασφάλειας, κοινή χρήση Internet κ.α. Συνεπώς το 
WLΑΝ δίκτυο θα πρέπει µε κάποιο τρόπο να «αντιλαµβάνεται» τις βασικές αρχές 
του GΡRS δικτύου ώστε να µπορεί να λειτουργεί οµαλά σαν αποτελεί τµήµα του. Για 
αυτό το λόγο το WLΑΝ πρέπει να διαθέτει µια διεπαφή σύνδεσης µε GΡRS ώστε να 
επιτυγχάνει συνδεσιµότητα επιπέδου 2. Συνεπώς, τόσο η σηµατοδοσία ελέγχου για 
ΑΑΑ υπηρεσίες, όσο και τα δεδοµένα του χρήστη, διέρχονται πλέον µέσω του GΡRS 
backbone, όπως φαίνεται και στην Εικόνα 32. 
 
 
Εικόνα 32  Σενάριο ενοποίησης GPRS WLAN δικτύων µε ισχυρή ζεύξη 
 
Η ΙΕΤF έχει προτυποποιήσει το ΕΑΡ - GPRS για την διεξαγωγή ΕΑΡ 
authentication για τους κινητούς χρήστες, στην περίπτωση της ισχυρής ζεύξης. Όλα 
τα ζητήµατα ασφάλειας σε αυτό το σενάριο τα διαχειρίζεται το GΡRS και 
παραµένουν αδιαφανή για το WLΑΝ. Με αυτή την λύση, λοιπόν επιτρέπεται η 
κάλυψη WLΑΝ σε περιοχές όπου υπάρχει ήδη GΡRS backbone και συνεπώς σε αυτές 
τις περιοχές µπορούν να καλυφθούν τυχόν απαιτήσεις σε υψηλό bandwidth µέσω της 
υλοποίησης τέτοιων WLΑΝ δικτύων εντός του GΡRS. 
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NETWORK ACESS SERVER (NAS) 
 
Όπως φαίνεται και στις δυο παραπάνω περιπτώσεις, τόσο στην χαλαρή όσο και στην 
ισχυρή ζεύξη, εντός του WLΑΝ δικτύου χρησιµοποιείται ο Network Access Server 
(ΝΑS), ως τη διεπαφή µε κάθε εξωτερικό δίκτυο. Αυτή η λύση δεν είναι υποχρεωτική, 
αλλά απλά βοηθάει στο traffic control αφού όλη η τηλεπικοινωνιακή κίνηση που 
προέρχεται από τον client πρέπει να περάσει µέσω ενός κεντρικού εξουσιοδοτηµένου 
σηµείου. Επίσης, µε αυτό τον τρόπο παρέχεται µεγάλη διαθεσιµότητα του συστήµατος 
άρα και γρήγορη, απλή συνδεσιµότητα µε εξωτερικά δίκτυα. Από την άλλη πλευρά ο 
ΝΑS αποτελεί single point of failure αφού στην περίπτωση δυσλειτουργίας, η µόνη 
λύση για τον client να συνδεθεί στο internet είναι να βρει ένα άλλο WLΑΝ δίκτυο. 
Εξάλλου, αυτός είναι και ο λόγος που υπάρχουν και πολλές άλλες προσεγγίσεις στο 
θέµα. 
 
 
Εικόνα 33  Αρχιτεκτονική µε χρήση του Network Access Server (NAS) 
 
Στις ακόλουθες παραγράφους ακολουθούν κάποια παραδείγµατα αρχιτεκτονικών 
WLΑΝ δικτύων που θα µπορούσαν µε κατάλληλες βελτιώσεις να χρησιµοποιηθούν για 
τη διασύνδεση µε UΜΤS δίκτυα. Αυτές οι αρχιτεκτονικές παρουσιάζονται τµηµατικά από 
την πιο απλή στην πιο σύνθετη και επεξηγούνται σε κάθε µια περίπτωση οι βελτιώσεις 
που µπορούν να γίνουν. Τελικά, παρουσιάζεται η γενική αρχιτεκτονική ενός WLΑΝ - 
UΜΤS ενοποιηµένου δικτύου. Στο τέλος αυτού του τµήµατος, και αφού δοθούν εν 
συντοµία στοιχειώδεις πληροφορίες για τους δύο τύπους δικτύων UΜΤS και WLΑΝ και 
µε βάση την γενική αρχιτεκτονική που προκύπτει, περιγράφουµε την επικρατέστερη 
νέα κοινή αρχιτεκτονική, ενώ γίνεται µια προσπάθεια να ορισθούν λύσεις σε ζητήµατα 
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όπως κινητικότητα χρηστών, διαχείριση πόρων του δικτύου, τύποι τερµατικών συσκευών 
και τρόποι διευθυνσιοδότησης συσκευών. 
 
4.3.2 ΒΕΛΤΙΩΣΕΙΣ ΣΕ WLAN ∆ΙΚΤΥΑ 
Όπως προαναφέρθηκε, παρακάτω θα παρουσιάσουµε διάφορα ανοικτά δίκτυα WLΑΝ και 
τις αντίστοιχες τροποποιήσεις που θα µπορούσαν να δεχθούν ώστε να συνεργαστούν µε 
κάποιο UΜΤS / GΡRS δίκτυο. Αυτά τα δίκτυα είναι το StockholmOpen.net και το 
Open.Νet. Αφού εξεταστούν αυτά, παρουσιάζουµε βάσει των συµπερασµάτων που 
εξάχθηκαν, µια γενική αρχιτεκτονική διασύνδεσης των WLΑΝ µε το UΜΤS. Στο τέλος 
της παραγράφου παρουσιάζουµε λεπτοµερώς την επικρατέστερη πρόταση ενοποίησης 
τέτοιων δικτύων. 
 
4.4.2.1 StockholmOpen.net 
Ο στόχος του δικτύου StockholmOpen.net είναι να παρέχει ανοιχτή πρόσβαση µαζί µε ένα 
set βασικών υπηρεσιών τόσο σε clients όσο και σε παρόχους Internet. Ο όρος Open του 
ονόµατος του δικτύου αντικατοπτρίζει το γεγονός ότι το δίκτυο δεν θέτει περιορισµούς 
αξιοπιστίας στους συνδεόµενους clients και ΙSΡs, δεν απαιτεί κάποιο ειδικό client software 
και τέλος υποστηρίζει τις 802.11 WLΑΝ συνδέσεις. Αυτό δηλαδή σηµαίνει ότι το δίκτυο 
είναι ανοικτό σε όποιον διαθέτει τερµατικό µε WLΑΝ κάρτα δικτύου. 
Η πλατφόρµα του StockholmOpen.net: περιλαµβάνει κάποιες βασικές υπηρεσίες που τις 
παρέχει σε κάθε οντότητα που συνδέεται σε αυτή, όπως DHCP relay, ΜΑC database και 
Web login relay δυνατότητες, ώστε να παρέχει µια βασική διεπαφή επικοινωνίας µεταξύ 
των clients και των ΙSΡs. 
Το authorization των clients γίνεται µέσω των ΜΑC διευθύνσεων τους, και αν γίνει 
authorized επιτυχώς, τα δεδοµένα του µπορούν πλέον να µεταφερθούν όπου θέλει ο 
χρήστης, αρκεί να έχει επιλέξει έναν ΙSΡ. Ο ΙSΡ µε την σειρά του αναλαµβάνει το 
authentication του χρήστη και πιθανόν να του παρέχει µια άλλη ΙΡ διεύθυνση από το 
εύρος διευθύνσεων που αυτός διαθέτει. 
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Εικόνα 34  Αρχιτεκτονική του StockholmOpen.net 
Όπως βλέπουµε και σε αυτή την περίπτωση, χρησιµοποιείται ο ΝΑS ώστε να παρέχει 
το απαιτούµενο upstream. Το πλεονέκτηµα της αρχιτεκτονικής τύπου StockholmOpen.net 
είναι ότι ο client µπορεί να επιλέξει από µια πληθώρα ΙSΡs, ανεξαρτήτως από τον τρόπο 
που ο κάθε ΙSΡ συνδέεται στο Internet. Επίσης, αυτού του τύπου δίκτυα θα µπορούσαν να 
παρέχουν στους ΙSΡs, υπηρεσίες όπως τα Gateways Σηµατοδοσίας για την επικοινωνία µε 
GΡRS δίκτυα. Κάθε πακέτο δεδοµένων εντός του δικτύου απαιτεί την ίδια ασφάλεια µε 
οποιοδήποτε άλλο που δροµολογείται µέσω ενός δηµοσίου ΙΡ δικτύου. Εναλλακτικά 
λοιπόν, οι πάροχοι GΡRS θα µπορούσαν να εκµεταλλευτούν το StockholmOpen.net ως 
ένα µεσάζοντα / ενδιάµεσο (broker/proxy) για διασύνδεση WLΑΝ τερµατικών στο δίκτυο 
τους µε µια χαλαρού τύπου ζεύξη. 
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4.4.2.2 Open.Net 
Μια πλατφόρµα Open.Net παρέχει στους clients πολλές επιλογές ως προς τον τρόπο που θα 
έχουν πρόσβαση στο Internet, µέσω των ΙSΡs που έχουν επιλέξει να διασυνδεθούν σε αυτό 
το ανοικτό δίκτυο. Επίσης, αυτό το δίκτυο δεν είναι απαραίτητο να είναι ανοικτό µε όρους 
φυσικού επιπέδου, αλλά αντιθέτως για λόγους ασφάλειας µπορεί να έχει υλοποιηθεί 
πάνω σε ένα Virtual Private Networking (VPN), το οποίο γενικά έχει την δυνατότητα να 
διασυνδέει µικρότερα δίκτυα µεταξύ τους σχηµατίζοντας µεγαλύτερα σε κάλυψη δίκτυα. 
Αυτή η λογική είναι παρόµοια µε τοπολογίες δικτύων που χρησιµοποιούνται σε GΡRS 
υλοποιήσεις όπου υπάρχει ένα backbone transport δίκτυο και έτσι είναι προσβάσιµο και 
από εξωτερικά Public Land Mobile Networks (ΡLMNs) επίσης. Γενικότερα µιλώντας, εάν 
ένα GΡRS δίκτυο δεν µπορεί για κάποιο λόγο να παρέχει υπηρεσία σε ένα τερµατικό, 
θα πρέπει να δροµολογεί την τηλεπικοινωνιακή κίνηση σε ένα άλλο GΡRS δίκτυο 
που µπορεί να παρέχει την συγκεκριµένη υπηρεσία χρεώνοντας την βάσει 
προσυµφωνηµένων πολιτικών. Πιο συγκεκριµένα εάν ο GGSΝ δεν µπορεί να παράσχει την 
λειτουργία Foreign Agent σε ένα client του τρέχοντος ΡLΜΝ, θα πρέπει να βρει ένα άλλο 
GGSΝ µε FΑ δυνατότητα στο ίδιο ή σε κάποιο άλλο δίκτυο. 
Η αντιστοίχιση της παραπάνω λειτουργικότητας σε ένα Open.Net δίκτυο, θα σήµαινε 
ότι στην περίπτωση που ένας client συνδεθεί στο ανοικτό δίκτυο και δεν υπάρχει κάποιος 
ΙSΡ που να µπορεί να τον κάνει authenticate βασιζόµενος στα GΡRS πιστοποιητικά του, 
τότε το authentication θα αποτύχει. Όµως, βάσει των παραπάνω το δίκτυο θα πρέπει να 
εντοπίσει κάποιο άλλο δίκτυο το οποίο θα διαθέτει κάποιον ΙSΡ που θα κάνει 
authenticate τον χρήστη. Σε ένα τέτοιο σενάριο λοιπόν, η πλατφόρµα Open.Net θα 
µπορούσε να αποτελέσει µια ευέλικτη λύση. 
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Εικόνα 35  Αρχιτεκτονική Open.Net 
 
Σε αυτή την περίπτωση η τοπολογία του δικτύου θα µπορούσε να συγκριθεί µε αυτή ενός 
GΡRS δικτύου, όπου το open.net αποτελεί το backbone transport δίκτυο και οι συνδεόµενοι 
κόµβοι στο Internet είναι οι GGSΝs που αντιστοιχούν στους ΝΑSs του WLΑΝ δικτύου. 
Αυτή η αρχιτεκτονική βέβαια διαθέτει πολλά πλεονεκτήµατα σε σχέση µε τις αντίστοιχες 
µε ένα µόνο ΝΑS, αφού δεν θα υπάρχει πλέον ένα signal point of failure και συνεπώς 
στην περίπτωση που η πλατφόρµα δεν µπορεί για παράδειγµα να παράσχει authentication 
τοπικά, αυτό θα µπορεί να γίνει σε κάποιο άλλο σηµείο του δικτύου. 
Εάν επιτραπεί η περιπλάνηση GΡRS τερµατικών εντός του Open.net δικτύου και µε 
την προϋπόθεση ότι µε κάποιο τρόπο µπορεί να ενσωµατωθεί και ένα SS7 δίκτυο, θα 
σήµαινε ότι οι GΡRS χρήστες θα µπορούν να απολαµβάνουν την ίδια λειτουργικότητα 
µε τους χρήστες της πλατφόρµας, δηλαδή µέσω του backbone και των gateways των 
συνεργαζόµενων ΙSΡs, να απολαµβάνουν Internet υπηρεσίες. Η χρήση των Signaling 
Gateways που διαθέτει το Open.net στους ΙSΡs, σε συνδυασµό µε κάποια άλλα δικτυακά 
στοιχεία, θα µπορούσαν να αποτελούν λύση. Έτσι, µια προσπάθεια ενοποίησης των GΡRS 
δικτύων µε το Open.net θα µπορούσε να περιλαµβάνει τα εξής στοιχεία: 
• Signaling Gateway ώστε να προωθείται η authentication πληροφορία από και προς 
τον ΗLR 
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• Ένας RADIUS server (Remote Authentication Dial In User Service) µε 
δυνατότητες GΡRS που θα παρέχει στους ΙSΡs µε GPRS client authentication 
χωρίς να απαιτηθούν αλλαγές στο hardware και µόνο µε µικρές µετατροπές στο 
λογισµικό των υπαρχόντων RADIUS clients των ISPs. 
 
 
4.4.2.3 ΓΕΝΙΚΗ ΑΡΧΙΤΕΚΤΟΝΙΚΗ 
 
Κάθε φορά που ένας χρήστης GΡRS θέλει να συνδεθεί σε ένα WLΑΝ δίκτυο, πρέπει να 
υπάρχουν διαθέσιµες, κατάλληλες υπηρεσίες ώστε να πραγµατοποιηθεί το authentication 
του χρήστη. Ανεξαρτήτως της αρχιτεκτονικής που θα επιλεχθεί ή του αν ο 
συνδυασµός WLΑΝ - GΡRS θα βασίζεται σε χαλαρή ή ισχυρή ζεύξη, πρέπει να 
υπάρχει µια γενικότερη λύση ενοποίησης των WLΑΝ και GΡRS δικτύων. 
Με βάσει όλα όσα έχουν περιγραφθεί στις προηγούµενες παραγράφους καταλήγουµε 
στην γενική αρχιτεκτονική της Εικόνας 36. 
Αυτή η γενική αρχιτεκτονική επιτρέπει σε οποιοδήποτε κινητό κόµβο, να έχει 
πρόσβαση στο δίκτυο, αρκεί να υπάρχει διαθέσιµη η αντίστοιχη δικτυακή διεπαφή. 
Για παράδειγµα, οι συνδροµητές του GΡRS µπορεί να διαθέτουν τερµατικά µε διπλές 
κάρτες δικτύου, µια για το GΡRS και µια για το 802.11. Στην Εικόνα 36, παρουσιάζονται 
ορισµένα τέτοια σενάρια. 
• Το GPRS-ΜΝ#1 συνδέεται στο Open Access Network#1 (ΟΑΝ1), αλλά το 
δίκτυο δεν έχει την δυνατότητα να εκτελέσει το authentication του GΡRS client, 
συνεπώς το δίκτυο βρίσκει έναν GΡRS enabled ΙSΡ (ΙSΡ#4) που εκτελεί την 
διαδικασία, ο οποίος όµως ανήκει στο Open Access Network#2 (ΟΑΝ2). Η 
τηλεπικοινωνιακή κίνηση του client δροµολογείται λοιπόν µέσω των ΟΑΝ1, 
ΟΑΝ2 και τελικά του ΙSΡ#4, στο Internet. Άλλες λύσεις µπορεί να επιτρέπουν 
κάποιες GΡRS λειτουργίες να εκτελούνται µέσω του ΙSΡ#4, ενώ η ΙΡ κίνηση να 
δροµολογείται µέσω του ΙSΡ#1. Σε αυτές τις περιπτώσεις όµως πρέπει να 
υπάρχουν σχέσεις εµπιστοσύνης (trust relationships) µεταξύ των ΙSP#1 και ΙSP#4. 
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Εικόνα 36   Γενική αρχιτεκτονική ενοποιηµένου δικτύου 
 
• Το GΡRS-ΜΝ#2 συνδέεται σε ένα τοπικό hotspot µε GΡRS δυνατότητες. Ο 
WLΑΝ πάροχος µπορεί να υλοποιήσει τέτοιες δυνατότητες όπως θα δούµε πιο 
εξειδικευµένα στις επόµενες παραγράφους. 
• Το GΡRS-ΜΝ#3 συνδέεται στο Internet µέσω της κλασσικής διεπαφής και 
διαδικασίας που προβλέπεται στα GΡRS δίκτυα. 
• Το GΡRS-ΜΝ#4 συνδέεται στο WLΑΝ δίκτυο, το οποίο όµως χρησιµοποιεί σαν 
backbone transport δίκτυο το GPRS και µάλιστα µε ισχυρή ζεύξη. 
 
Γενικά, όπως έχει προαναφερθεί και στα Κεφάλαια 2 και 3, τα GΡRS δίκτυα 
χρειάζονται συγκεκριµένες πληροφορίες για να διεξάγουν αναζήτηση θέσης τερµατικών, 
καθώς και για να δηµιουργήσουν τα λεγόµενα tunnels για την µεταφορά δεδοµένων, ενώ 
τα WLΑΝ δίκτυα δεν απαιτούν τόσο λεπτοµερείς πληροφορίες για τον client. Συνεπώς, 
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µια γενική λύση προϋποθέτει ότι είτε ο client, είτε το αρχικό δίκτυο, πρέπει µε κάποιο 
τρόπο να µπορέσει να δώσει αυτές τις πληροφορίες στο νέο, επισκεπτόµενο δίκτυο. Και 
βέβαια αυτές οι πληροφορίες είναι απαραίτητες ώστε να µπορέσει το νέο δίκτυο να 
εκκινήσει τις κατάλληλες συνόδους για κινητικότητα τερµατικού, ασφάλεια 
δεδοµένων, χρέωση υπηρεσιών και άλλα. Αυτές οι ανάγκες θέτουν νέες ισχυρότερες 
προϋποθέσεις για την µετακίνηση από δίκτυο σε δίκτυο και για αυτό το λόγο 
απαιτείται πιο λεπτοµερείς ανάλυση, που ακολουθεί στις επόµενες παραγράφους, µαζί µε 
τις νέες προτάσεις για την συγχώνευση των UΜΤS - GΡRS - WLΑΝ δικτύων. 
 
4.4.3 ΚΥΡΙΑ ΧΑΡΑΚΤΗΡΙΣΤΙΚΑ ∆ΙΚΤΥΩΝ 
Παρακάτω περιγράφουµε εν συντοµία τα κυριότερα χαρακτηριστικά των δικτύων UΜΤS 
και 802.11 WLΑΝ που χρησιµοποιούνται στην ενοποιηµένη αρχιτεκτονική. Επίσης, 
περιγράφεται η χρήση του ΙΡ πρωτοκόλλου στο WLΑΝ, το οποίο βασικά αποτελείται 
από 802.11 Access Points που υποστηρίζουν mobile routing. Ο λόγος που αναφερόµαστε 
σε αυτό τα στοιχεία ξανά είναι για να βοηθήσουν τον αναγνώστη να αντιληφθεί καλύτερα 
την ενοποιηµένη αρχιτεκτονική που θα περιγράψουµε αργότερα, χωρίς να χρειαστεί να 
ανατρέξει στα Κεφάλαια 2 και 3 όπου τα δίκτυα αυτά περιγράφονται πλήρως και 
αναλυτικά. 
 
4.4.3.1 UMTS ΚΑΙ GPRS 
Όπως έχει ήδη αναφερθεί και στο Κεφάλαιο 2, το UΜΤS παρέχει µεταγωγή πακέτων 
για την µεταφορά δεδοµένων και µεταγωγή κυκλώµατος για την µεταφορά φωνής, ώστε 
να εξυπηρετηθεί και ο βασικός σκοπός ενός 3G δικτύου που είναι η τηλεφωνία. Το GΡRS 
που αρχικά είχε σχεδιαστεί για το GSΜ, ενσωµατώθηκε στο UΜΤS ώστε να παρέχει την 
υπηρεσία µεταγωγής πακέτων. Εν συντοµία να θυµίσουµε ότι το δίκτυο των RNCs και 
Node Bs του UΜΤS αποτελούν το Radio Access Network (RAN), το οποίο πιο συχνά το 
ονοµάζουµε UTRΑΝ. Ο συνδυασµός ενός RNC και των αντίστοιχων Node Bs ονοµάζεται 
RNS. Κάθε Node Β αποτελείται από ένα cluster σταθµών βάσης, ενώ κάθε οµάδα από 
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Node Βs είναι συνδεδεµένη µε ένα µόνο RNC. Το core network (CΝ) αποτελείται από τα 
SGSΝ και GGSΝ. Στο RΑΝ, ο RNC δέχεται τα downlink πακέτα από το SGSΝ και τα 
µετατρέπει σε radio frames πριν τα στείλει στα Νode Βs. Αντιστρόφως, το RNC δέχεται τα 
radio frames από τα Νode Βs και τα µετατρέπει σε ΙΡ πακέτα πριν τα αποστείλει στο 
SGSΝ. Ο RNC διαχειρίζεται τους ραδιο-πόρους των Νode Βs και αναπτύσσει τα Radio 
Access Bearers (RABs) µεταξύ των. Το CΝ συνδέεται στο Internet µέσω του GGSΝ. Το 
SGSΝ είναι υπεύθυνο να διαχειρίζεται τα mobility states των τερµατικών, εγκαθιστά 
τις συνόδους δεδοµένων (data sessions) και ελέγχει την λειτουργία των RABs µέσω των 
RNCs. Τα ΙΡ πακέτα µεταφέρονται µέσω GΤΡ tunnels µεταξύ των GGSΝ και SGSΝ, και 
µεταξύ SGSΝ και RNCs. Τα GΤΡ tunnels χρησιµοποιούν το πρωτόκολλο µεταφοράς 
UDP, δηλαδή ουσιαστικά χρησιµοποιείται το ΙΡ για την µεταφορά πακέτων εντός του 
GΡRS. 
 
4.4.3.2 IEEE 802.11 WLAN 
Το ΙΕΕΕ 802.11 WLΑΝ µπορεί να λειτουργήσει τόσο σε ad-hoc όσο και πλήρη 
λειτουργία. Εµείς θα επικεντρωθούµε στην πλήρη λειτουργία όπου ένα Access Point 
(ΑΡ) συντονίζει τις µεταδόσεις µεταξύ των κόµβων (τερµατικών) που βρίσκονται υπό 
την ακτίνα δράσης του, που ονοµάζεται και service set. Ένας κινητός κόµβος (Mobile 
Node - ΜΝ) µπορεί να σχετίζεται µόνο µε ένα ΑΡ µια δεδοµένη στιγµή. Όλοι οι ΜΝ 
που σχετίζονται µε ένα ΑΡ µπορούν να επικοινωνούν µεταξύ τους είτε απ' ευθείας 
είτε υπό τον συντονισµό του ΑΡ. Το roaming µεταξύ των ΑΡs υποστηρίζεται στο layer-
2 µέσω του πρωτοκόλλου ΙΑΡΡ (Inter - ΑΡ Protocol). Σε περιοδικά διαστήµατα τα 
ΑΡs εκπέµπουν beacons που περιέχουν το network-id (ή αλλιώς Extended Service Set 
Identifier - ΕSSΙD), το cell-id (η οποία είναι η ΜΑC address του Access Point) καθώς και 
άλλες πληροφορίες. Κατά την διαδικασία έναυσης του ΜΝ, αυτό αποστέλλει ένα ειδικό 
frame (associate request frame) µε το οποίο ουσιαστικά αιτείται να συντονιστεί µε ένα 
ΑΡ. Όταν ο ΜΝ µετακινηθεί σε ένα άλλο κελί και λάβει ένα beacon µε το ίδιο µεν 
network-id αλλά διαφορετικό cell-id, τότε συντονίζεται µε το νέο ΑΡ αποστέλλοντας 
ξανά το associate request frame, το οποίο περιλαµβάνει την ΜΑC address του παλιού 
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ΑΡ. Το νέο ΑΡ µπορεί να επικοινωνήσει µε το παλιό ΑΡ µέσω του ΙΑΡΡ ώστε να έχει 
πρόσβαση σε σχετικές πληροφορίες. Στο 802.11 καθορίζονται δυο ΜΑC λειτουργίες, 
οι Distributed Coordinate Function (DCF) και η Point Coordinate Function (ΡCF). Στη 
DCF λειτουργία οι ΜΝ που θέλουν να αποστείλουν δεδοµένα, ανταγωνίζονται για το 
κανάλι χρησιµοποιώντας το CSΜΑ / CΑ πρωτόκολλο. Σε περίπτωση collision, που 
ανιχνεύεται επειδή ο δέκτης δεν αποστέλλει acknowledgment, ο node ξαναστέλνει 
το frame. Στη ΡCF λειτουργία το ΑΡ δηµοσιοποιεί µια Collision Free Period (CFP), 
κατά την οποία όλοι οι ΜΝs σταµατούν τις εκποµπές. Ωστόσο, αυτή η µέθοδος δεν 
υλοποιείται συχνά στα εµπορικά Access Points. 
 
4.4.3.3 IP ΠΑΝΩ ΑΠΟ  802.11 WLAN 
Όπως φαίνεται στην Εικόνα 37, ένας αριθµός από ΑΡs µπορεί να διασυνδεθεί µέσω 
ενός δικτύου δροµολόγησης έτσι ώστε να δηµιουργήσει ένα WLΑΝ ΙΡ δίκτυο. Ένας 
δροµολογητής πρόσβασης Access Router (ΑR) διασυνδέει ένα ή περισσότερα ΑΡs στο 
δίκτυο. Τα ΑΡs παρέχουν την διεπαφή αέρος του WLΑΝ δικτύου και ανταλλάσσουν ΙΡ 
πακέτα µε τους ARs. Επίσης, παίζουν ρόλο και ARP (Address Resolution Protocol) 
proxy για τα τερµατικά που σχετίζονται µε αυτά. Κάθε στιγµή κάποιο ΜΝ είναι 
συνδεδεµένο µε ένα συγκεκριµένο AR το οποίο το ονοµάζουµε serving ΑR. Το 
WLΑΝ δίκτυο είναι ικανό να δροµολογεί τα ΙΡ πακέτα στα serving ΑR (διαδικασία 
που ονοµάζεται mobile routing), ενώ ταυτόχρονα τα τερµατικά ΜΝs µετακινούνται 
στο δίκτυο. 
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Εικόνα 37  Ένα WLAN IP δίκτυο   
 
Όταν ένα ΜΝ µετακινείται µεταξύ ΑΡs που συνδέονται όµως µε το ίδιο ΑR, τότε µιλάµε 
για intra-AR handover.  Σε αυτή την περίπτωση ο ΑR συντονίζει την διαδικασία µέσω 
του ΙΑΡΡ. Στην περίπτωση όµως που τα ΑΡs συνδέονται σε διαφορετικούς ΑRs, τότε 
µιλάµε για inter-AR handover. Ο νέος ΑR πρέπει να εκτελέσει ένα ΙΡ handover µε το 
ΜΝ. Επίσης, ξεκινά και συµµετέχει στο route repair που είναι µια διαδικασία 
καθορισµού της νέας οδού επικοινωνίας µεταξύ του τερµατικού και του νέου ΑR. Για 
το πρόβληµα αυτής της ενδοδικτυακής κινητικότητας του χρήστη, µπορούν να 
εφαρµοστούν διάφορες λύσεις όπως, Mobile ΙΡv6, CΙΡ, Μ&Μ µαζί µε Fast Handover ώστε 
να πραγµατοποιηθεί το mobile routing. 
Υποθέτουµε βέβαια ότι κάποια ΙΡ σουίτα πρωτοκόλλων θα χρησιµοποιείται εντός του 
WLΑΝ δικτύου. Για παράδειγµα, το Resource Reservation Protocol (RSVP) 
χρησιµοποιείται για την εξασφάλιση πόρων, ενώ το Fast Hierarchical Mobile ΙΡ (FHMIPν6) 
χρησιµοποιείται για το handover στο WLΑΝ ΙΡ δίκτυο. Κατά καιρούς βέβαια έχουν 
προταθεί και άλλα πρωτόκολλα αλλά τα παραπάνω είναι αυτά που εµφανίζονται στις 
περισσότερες προτάσεις. 
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4.4.4 ΕΝΟΠΟΙΗΜΕΝΗ ΑΡΧΙΤΕΚΤΟΝΙΚΗ 
Ο καθορισµός µια αρχιτεκτονικής που ενοποιεί δίκτυα UΜΤS και WLΑΝs θα πρέπει 
πρώτα να αντιµετωπίσει ορισµένα σηµαντικά τεχνικά ζητήµατα : 
• Ποιο θα είναι το αποτέλεσµα των διαφορετικών µοντέλων QoS που 
ακολουθούν τα δύο δίκτυα στον τρόπο που οι χρήστες αντιλαµβάνονται τις 
εφαρµογές που χρησιµοποιούν καθώς και στο φορτίο που διαχειρίζεται το κάθε 
δίκτυο. Στο UΜΤS το RΝS υποστηρίζει QοS για τέσσερις καλά καθορισµένες 
κλάσεις υπηρεσιών : διαδραστικές, φωνητικές, streaming και best effort. 
Αντιθέτως, η υποστήριξη QοS στο 802.11 είναι ακόµα υπό συζήτηση στην 
αντίστοιχη οµάδα εργασίας, ενώ το CSΜΑ / CΑ ΜΑC είναι προς το παρόν 
κατάλληλο µόνο για best effort κίνηση. 
• Πως θα αντιµετωπιστούν οι διαφορετικοί τρόποι σύνδεσης. Για παράδειγµα το 
GΡRS είναι connection oriented, ενώ το 802.11 είναι connectionless ασύρµατο 
LΑΝ. 
• Πως θα εγγυηθεί η δροµολόγηση πακέτων κατά  µήκος των δύο δικτύων όταν 
χρησιµοποιούνται διαφορετικές µέθοδοι για την διαχείριση της κινητικότητας 
των χρηστών (mobility). Στο GPRS τα πακέτα δροµολογούνται µέσω tunnels που 
έχουν δηµιουργηθεί µεταξύ των GGSΝ - SGSΝ και SGSΝ - RNC. Αντιθέτως, 
υπάρχουν πολλές λύσεις που έχουν προταθεί για το πρόβληµα του mobility 
εντός των ΙΡ subnets ενός WLΑΝ δικτύου. Μερικές από τις λύσεις απαιτούν την 
εγκαθίδρυση tunnels εντός του δικτύου (π.χ. ΗΜΙΡv6) ενώ άλλες χρησιµοποιούν 
κάποια µέθοδο δροµολόγησης ανά host (π.χ. CΙΡ, Μ&Μ). 
• Πως θα επιλεχθεί  το  καλύτερο  σηµείο  διασύνδεσης των  δύο  τύπων  δικτύων,   
όταν υπάρχουν  περισσότερα του  ενός, το καθένα  εκ των  οποίων  παρουσιάζει  
διαφορετικές προοπτικές κόστους - απόδοσης. Για παράδειγµα, το WLΑΝ µπορεί 
να διασυνδεθεί στον RΝC, στο SGSΝ, ή στο GGSΝ του UΜΤS δικτύου. 
Τελικά, οδηγούµαστε στο συµπέρασµα ότι δεν υπάρχει µια µόνο µέθοδος διασύνδεσης 
των δύο δικτύων που να ικανοποιεί όλα τα πιθανά σενάρια εφαρµογής. Εµείς εδώ 
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αναλύουµε το σενάριο hot spot όπως αυτό επεξηγήθηκε παραπάνω και παρουσιάζουµε 
τους πιο κοινούς τρόπους αντιµετώπισης των προβληµάτων που ανακύπτουν. 
Μπορούµε να θεωρήσουµε ότι το σενάριο των hot spots παρουσιάζει τις παρακάτω 
απαιτήσεις που θα πρέπει να καλυφθούν. 
• Ο χρήστης του WLΑΝ δικτύου, στην ενοποιηµένη αρχιτεκτονική, µπορεί να 
χρησιµοποιεί το 802.11 για συνδέσεις δεδοµένων (UΜΤS packet switched service) 
και το UΜΤS RΝS (UΜΤS circuit switched service) για συνδέσεις φωνής. Μπορεί 
βέβαια να διατηρεί παράλληλα και τους δύο τύπους συνδέσεων αλλά δεν 
µπορεί να χρησιµοποιεί το UΤRΑΝ για packet switched υπηρεσίες. 
• Όσο ο χρήστης είναι συνδεδεµένος στο WLΑΝ δίκτυο, της ενοποιηµένης 
αρχιτεκτονικής, ουσιαστικά µπορεί να χρησιµοποιεί κάποιες υπηρεσίες δεδοµένων 
που δεν θα µπορούσε να χρησιµοποιήσει αν ήταν συνδεδεµένος µόνο στο 
UΜΤS δίκτυο, αφού ουσιαστικά στην πρώτη περίπτωση η υπηρεσία δεδοµένων 
διαθέτει µεγαλύτερη χωρητικότητα. 
• Ο χρήστης του UΜΤS δικτύου στην ενοποιηµένη αρχιτεκτονική, χρησιµοποιεί το 
UΜΤS RNS τόσο για packet όσο και για circuit switched υπηρεσίες. 
Η βασική ιδέα της ενοποιηµένης αρχιτεκτονικής είναι ότι όταν το τερµατικό 
µετακινείται εντός του 802.11 micro κυττάρου, η packet switched σύνδεση (για µετάδοση 
δεδοµένων) που γινόταν µέσω του UΜΤS RΝS (ή πιο συγκεκριµένα του GΡRS), 
καταργείται, και ξανά δηµιουργείται αλλά µέσω του WLΑΝ δικτύου, ενώ όσον 
αφορά την εξυπηρέτηση φωνητικών υπηρεσιών (circuit switched υπηρεσία) το 
τερµατικό συνεχίζει να χρησιµοποιεί το UΜΤS RΝS. Βέβαια µια τέτοια αρχιτεκτονική, 
προϋποθέτει ότι ο χρήστης διαθέτει dual mode συσκευή µε δύο διεπαφές δικτύου, µία για 
το UΜΤS και µια για το 802.11, οι οποίες µπορούν να είναι ταυτόχρονα ενεργές. Η 
Εικόνα 38 παρουσιάζει την ενοποιηµένη αρχιτεκτονική, όπου το σηµείο διασύνδεσης 
είναι το SGSΝ. 
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Εικόνα 38  Ενοποιηµένη αρχιτεκτονική 
 
Όπως αναφέρθηκε και πριν, υπήρχαν δύο ακόµα επιλογές για το σηµείο διασύνδεσης, το 
RNC και το GGSΝ, τα οποία όµως γενικώς δεν προτιµώνται στις προτεινόµενες διατάξεις 
για λόγους που περιγράφονται ευθύς αµέσως. Το RΝC αποτελεί ένα controller που εκτελεί 
πολύ συγκεκριµένες εργασίες, όπως το να µετατρέπει τα πακέτα δεδοµένων σε radio 
frames και αντιστρόφως, να διαχειρίζεται τους πόρους του δικτύου και να ελέγχει τα 
handovers κ.α. Για να διασυνδεθεί το WLΑΝ στο RΝC απαιτούνται λοιπόν πολύ 
σηµαντικές αλλαγές σε πολύπλοκες λειτουργίες που υλοποιούνται στο RΝC, αφού οι 
διεπαφές των δύο δικτύων είναι εντελώς διαφορετικές µεταξύ τους. Από την άλλη, το 
WLΑΝ θα µπορούσε να διασυνδεθεί στο GGSΝ, κάτι το οποίο θα διευκόλυνε και το 
handover µεταξύ UΜΤS και WLΑΝ, αφού το GGSΝ διατηρεί πληροφορίες για τις packet 
switched συνόδους. Κάτι τέτοιο όµως θα σήµαινε ότι κατά το handover προς το UΜΤS, το 
SGSΝ θα έπρεπε να ξαναδηµιουργήσει το mobility state και συνεπώς να ξαναφτιάξει 
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τη ΡDΡ σύνοδο και τις RΑΒ πληροφορίες (αυτές είναι οι πληροφορίες που δεν διαθέτει το 
GGSΝ), συνεπώς η διαδικασία του handover θα είναι χρονοβόρα. 
Η ενοποιηµένη αρχιτεκτονική που παρουσιάζεται την Εικόνα 38 δείχνει πως το WLΑΝ 
δίκτυο έχει συνδεθεί µε το SGSΝ µέσω border router (BRs). Η σύνδεση µε το UΜΤS 
δίκτυο απαιτεί αποκλειστική σηµατοδοσία µεταξύ του κινητού τερµατικού ΜΝ και του 
δικτύου, ώστε να ορίζεται και να γίνεται η διαχείριση του bearer path. Όπως έχει 
προαναφερθεί το τερµατικό µπορεί να συνδέεται ταυτόχρονα και µε τα δύο δίκτυα µέσω 
διαφορετικών διεπαφών. Η σύνδεση µε το UΜΤS χρησιµοποιείται µόνο για φωνητικές 
υπηρεσίες και για packet switched σηµατοδοσία. Συνεπώς, το GΡRS πρωτόκολλο ΡDΡ 
µπορεί να χρησιµοποιείται ώστε να καθορίζεται το bearer data path µέσω του WLΑΝ 
δικτύου. Κάτι τέτοιο όµως θα απαιτούσε πολύ σηµαντικές αλλαγές στις λειτουργίες του 
GΡRS που υλοποιούνται στο SGSΝ, ώστε να διακρίνονται οι δύο περιπτώσεις όπου τα 
packet switched bearer paths υλοποιούνται στο UΜΤS RΝS ή στο WLΑΝ. Μια δεύτερη 
προσέγγιση η οποία είναι και αυτή που παρουσιάζεται στην Εικόνα 38, είναι τόσο το 
bearer path, όσο και η σηµατοδοσία υλοποιούνται µέσω του WLΑΝ και συνδέονται στο 
SGSΝ. Αυτή η λύση απαιτεί µικρές µόνο αλλαγές στις GΡRS λειτουργίες που 
υλοποιούνται στο SGSΝ. Αντιθέτως, η φωνητική υπηρεσία διαθέτει δική της, 
ανεξάρτητη σηµατοδοσία συνεπώς, δεν χρειάζεται να αναπτύξουµε περισσότερο πάνω στο 
ζήτηµα. 
 
4.4.4.1 ΑΠΑΙΤΗΣΕΙΣ  ΤΕΡΜΑΤΙΚΟΥ 
Μέχρι τώρα έχουµε θεωρήσει ότι το τερµατικό θα είναι τύπου dual mode, δηλαδή θα 
διαθέτει δύο διεπαφές δικτύου, µια για το UΜΤS και µια για το 802.11, τις οποίες θα 
µπορεί να χρησιµοποιεί ταυτόχρονα. 
Η Εικόνα 39 δείχνει µια αρχιτεκτονική της στοίβας πρωτοκόλλων που µπορεί να 
υποστηρίξει και τους δύο τύπους διεπαφών. Αυτή η αρχιτεκτονική ακολουθεί το µοντέλο 
επιπέδων του Internet. Ο device driver για το 802.11 περιλαµβάνει τις λειτουργίες ελέγχου 
802.2 LLC και 802.11 ΜΑC. Ο device driver για το UΜΤS περιλαµβάνει λειτουργίες 
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για τον UΜΤS χρήστη και λειτουργίες ελέγχου. Για παράδειγµα, το τµήµα του device 
driver που σχετίζεται µε το GΡRS, περιλαµβάνει την υλοποίηση των GΡRS πρωτοκόλλων 
κάτω από το ΙΡ επίπεδο. Επίσης περιλαµβάνει πρωτόκολλα όπως το GΜΜ/SΜ για την 
κινητικότητα των χρηστών και την διαχείριση συνόδων και το RRC για την διαχείριση 
των ραδιοπόρων. Το επίπεδο των υπηρεσιών GΡRS χρησιµοποιείται για να παρέχει 
αλληλεπίδραση των υψηλότερων επιπέδων µε την στοίβα πρωτοκόλλων του GΡRS. 
Υποθέτουµε ότι η ΙΡ σουίτα πρωτοκόλλων περιέχει το Resource Reservation Protocol (RSVΡ) 
πρωτόκολλο για QοS σηµατοδοσία και δέσµευση πόρων, καθώς επίσης και το Local 
Mobility Management (LΜΜ) πρωτόκολλο για την διαχείριση της κινητικότητας στο 
WLΑΝ δίκτυο. Το LΜΜ ουσιαστικά µπορεί να υλοποιήσει οποιοδήποτε τοπικό 
πρωτόκολλο διαχείρισης κινητικότητας όπως για παράδειγµα το ΗΜΙΡv6 µε υποστήριξη 
Fast Handover. Οι διάφορες εφαρµογές αλληλεπιδρούν µε την στοίβα πρωτοκόλλων 
χρησιµοποιώντας ένα τυπικό RSVΡ ΑΡΙ. Η υλοποίηση του ΑΡΙ περιλαµβάνει είτε το 
RSVP, είτε το ΡDΡ περιβάλλον αναλόγως µε το αν η σύνοδος επικοινωνίας σχετίζεται µε το 
WLΑΝ ή µε το UΜΤS δίκτυο. Ωστόσο, διατηρεί και ξεχωριστές QοS καταστάσεις για 
κάθε σύνοδο, δηλαδή το RSVΡ διατηρεί τις RSVΡ καταστάσεις και το GΜΜ/SΜ 
διατηρεί τις ΡDΡ καταστάσεις. 
 
Εικόνα 39  Στοίβα πρωτοκόλλων του τερµατικού 
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4.4.4.2 ΕΝΑΥΣΗ ΤΕΡΜΑΤΙΚΟΥ 
Σε αυτό το σηµείο πρέπει να γίνει µια ξεχωριστή αναφορά στην διαδικασία έναυσης του 
τερµατικού και µάλιστα να διαχωρίσουµε τις περιπτώσεις όπου αυτό βρίσκεται εντός ενός 
UΜΤS κύτταρου και ενός WLΑΝ µικροκυττάρου. Όταν το τερµατικό ενεργοποιηθεί 
εντός ενός UΜΤS κυττάρου, τότε λαµβάνει beacons από τον UΜΤS σταθµό βάσης, 
συνεπώς ενεργοποιείται η διεπαφή για το UΜΤS και ακολουθείται η standard 
διαδικασία. Αν όµως ενεργοποιηθεί εντός ενός 802.11 µικροκυττάρου, τότε µπορεί 
να συνδεθεί και στα δύο δίκτυα. Σε αυτή την περίπτωση λαµβάνει beacons και από τον 
σταθµό βάσης του UΜΤS, αλλά και από το access point του WLΑΝ. Καθώς το UΜΤS 
παρέχει την βασική ασύρµατη υπηρεσία, το τερµατικό «τρέχει» την βασική UΜΤS-
GΡRS διαδικασία έναυσης µέσω της UΜΤS διεπαφής. ∆ηλαδή κατά την έναυση του, το 
τερµατικό αγνοεί τα 802.11 beacons που λαµβάνει στην αντίστοιχη διεπαφή του. Η Εικόνα 
40 παρουσιάζει όλη την διαδικασία έναυσης. 
 
Εικόνα 40  ∆ιαδικασία έναυσης τερµατικού 
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Το τερµατικό κατά την έναυση του συνδέεται µε το GPRS δίκτυο και δηµιουργεί µια 
βασική packet switched σύνδεση µέσω του SRΝS µε το SGSΝ και το GGSΝ, Αυτή η 
βασική packet switched σύνδεση υποστηρίζει µόνο best effort υπηρεσίες. Το ΡDΡ 
περιβάλλον υλοποιείται στο GGSΝ, στο SGSΝ αλλά και στο τερµατικό, ενώ οι 
πληροφορίες κινητικότητας υπάρχουν στο SGSΝ και στο τερµατικό. Το SRNS 
πραγµατοποιεί µια RΑΒ διαδικασία set up για best effort bearer υπηρεσία. 
Αφού πραγµατοποιηθεί η UΜΤS διαδικασία έναυσης, το τερµατικό µπορεί πλέον να 
απαντήσει στα 802.11 beacons, εκτελώντας την αντίστοιχη διαδικασία. Αφού συνδεθεί 
µε το αντίστοιχο Access Point εκτελεί την διαδικασία για UΜΤS – WLΑΝ handover 
την οποία περιγράφουµε σε επόµενη παράγραφο. Ουσιαστικά µε αυτή την διαδικασία 
γίνεται η µετάβαση από το GΡRS στη packet switched σύνδεση του WLΑΝ δικτύου. 
 
4.4.4.3 ΠΛΑΝΟ ∆ΙΕΥΘΥΝΣΙΟ∆ΟΤΗΣΗΣ 
Στο UΜΤS δίκτυο το τερµατικό παίρνει µια ΙΡ διεύθυνση από το GGSΝ (ή στο 
GGSΝ στην περίπτωση που χρησιµοποιείται ΙΡv6 auto configuration) και την 
χρησιµοποιεί για να επικοινωνήσει µε άλλους κόµβους του Internet. Στην 
συγκεκριµένη αρχιτεκτονική που περιγράφουµε, το GGSΝ παραµένει το gateway για 
το Internet, συνεπώς, το τερµατικό µπορεί να χρησιµοποιήσει την ίδια ΙΡ διεύθυνση 
που λαµβάνει από το GGSΝ κατά την διαδικασία έναυσης του εντός του UΜΤS, για 
να επικοινωνεί µε άλλους κόµβους στο Internet. Βέβαια, αυτή η ΙΡ διεύθυνση 
µπορεί να µην είναι απολύτως τοπολογικά σωστή για το WLΑΝ δίκτυο, αλλά το 
τερµατικό µπορεί να λάβει µια προσωρινή, τοπολογικά ορθή διεύθυνση, την 
επονοµαζόµενη care-of-address (CΟΑ) για το WLΑΝ δίκτυο, που µπορεί να 
χρησιµοποιηθεί ως το τέλος του tunnel µεταξύ του SGSΝ και του τερµατικού. 
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4.4.5 ΕΞΑΣΦΑΛΙΣΗ ΠΟΡΩΝ 
Όπως έχει ήδη αναφερθεί το GΡRS είναι connection-oriented δίκτυο στο οποίο 
δηµιουργούνται packet-switched σύνοδοι πριν την επικοινωνία µεταξύ του κινητού 
τερµατικού και των κόµβων του Internet. Για κάθε τέτοια σύνοδο δηµιουργούνται 
συνδέσεις µεταξύ GGSΝ - SGSΝ και µεταξύ SGSΝ – Mobile Node. Για την 
εγκατάσταση της επικοινωνίας και την διαχείριση των πόρων στο GΡRS δίκτυο, 
χρησιµοποιείται σηµατοδοσία ΡDΡ, ενώ RΑΒ σηµατοδοσία χρησιµοποιείται µεταξύ 
των SGSΝ και RΝC για την δηµιουργία των ραδιο-καναλιών και την εξασφάλιση των 
ραδιο-πόρων. Στο πάνω τµήµα της Εικόνας 41 φαίνεται ένα παράδειγµα 
δηµιουργίας µιας ΡDΡ αίτησης που προήλθε από το τερµατικό ΜΝ. Σε αυτή την 
περίπτωση το ΜΝ επικοινωνεί µε το SGSΝ, ώστε να ξεκινήσει η δηµιουργία του ΡDΡ 
περιβάλλοντος. Το SGSΝ συντονίζει την όλη διαδικασία µε το GGSΝ στέλνοντας 
ένα αίτηµα Create ΡDΡ Context (CΡC) στο GGSΝ και αφού λάβει απάντηση 
δηµιουργεί το RΑΒ µέσω του SRNC και στέλνει την τελική απάντηση στο ΜΝ. 
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Εικόνα 41  ∆ιαδικασία εξασφάλισης πόρων 
 
Όπως προαναφέραµε, η επικοινωνία του τερµατικού ΜΝ µε το δίκτυο έχει δύο 
τµήµατα, ένα για την σύνδεση µε το UΜΤS - GΡRS δίκτυο και ένα µε το WLΑΝ 
δίκτυο. Η σύνδεση του SGSΝ µε τον Border Router (ΒR) θεωρείται κοµµάτι του 
UΜΤS - GΡRS δικτύου και απαιτεί όλες οι σύνοδοι ανταλλαγής δεδοµένων από το 
WLΑΝ δίκτυο να γίνονται σε ΡDΡ περιβάλλον. Το WLΑΝ ΙΡ δίκτυο µπορεί να 
χρησιµοποιεί οποιαδήποτε από τα µοντέλα IntServ ή DiffServ για το QοS. Το IntServ 
απαιτεί την δηµιουργία µιας σύνδεσης µεταξύ του ΜR και του ΒR ώστε να υπάρξει 
διασφάλιση QοS για τα πακέτα δεδοµένων εντός του WLΑΝ δικτύου. Στην 
περίπτωση του DiffServ δεν απαιτείται κάποια αποκλειστική σύνδεση. Πάντως, στη 
αρχιτεκτονική που παρουσιάζουµε εδώ και τα δύο µοντέλα µπορούν να 
λειτουργήσουν. 
Στο WLΑΝ δίκτυο µπορεί να χρησιµοποιηθεί το RSVΡ για την εξασφάλιση των 
απαραίτητων πόρων δικτύου. Σε αυτή την περίπτωση όπως φαίνεται στο κάτω τµήµα 
της Εικόνας 42, ο ΜΝ αποστέλλει ένα RSVΡ path µήνυµα στο SGSΝ για την 
δηµιουργία µιας νέας συνόδου δεδοµένων, που µε την σειρά του εκκινεί την 
διαδικασία δηµιουργίας του ΡDΡ περιβάλλοντος εντός του GΡRS. Οι παράµετροι 
που συµπεριλαµβάνονται στο RSVP path µήνυµα περιέχουν τις πληροφορίες που 
απαιτούνται για τις UΜΤS υπηρεσίες. Το SGSΝ διαπραγµατεύεται την δηµιουργία 
της συνόδου µε το GGSΝ χρησιµοποιώντας ΡDΡ µηνύµατα και τελικά απαντά µε το 
RSVP RESV µήνυµα στο ΜΝ. 
Τα RSVΡ µηνύµατα µπορούν να δεχτούν επεξεργασία από κατάλληλους routers εντός 
του WLΑΝ δικτύου ώστε να παρακολουθείται το QοS. Στην περίπτωση που 
χρησιµοποιείται το DiffServ QοS µοντέλο, αυτοί οι routers θα είναι οι περιµετρικοί 
του δικτύου και πιο συγκεκριµένα οι Access Routers (ΑR) είναι αυτοί που θα 
αναλάβουν να επεξεργάζονται τα RSVP µηνύµατα µεταξύ των SGSΝ και ΜΝ. Αν το 
WLΑΝ δίκτυο χρησιµοποιεί το IntServ QοS µοντέλο, τότε χρειάζονται περισσότεροι 
routers που θα παίζουν τον παραπάνω ρόλο. 
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4.4.6 ΚΙΝΗΤΙΚΟΤΗΤΑ ΚΑΙ HANDOVER 
Οι πληροφορίες σε σχέση µε την κινητικότητα των χρηστών στο GΡRS - UΜΤS, 
βρίσκονται στον SGSΝ κόµβο και συνηθίζουµε να τις ονοµάζουµε GΡRS mobility 
context. Αντιθέτως, στο WLΑΝ οι πληροφορίες σχετικά µε την κινητικότητα των 
τερµατικών ΜΝ εντός του δικτύου, ονοµάζονται WLΑΝ mobility context. Συνεπώς, 
ένα τερµατικό σχετίζεται µε δύο set πληροφοριών σε σχέση µε την κινητικότητα του, 
ένα για το GΡRS και ένα για το WLΑΝ. 
Το GΡRS mobility context δεν συγκρατεί τις λεπτοµέρειες τις κατάστασης της 
κινητικότητας του τερµατικού εντός του WLΑΝ. Αντιθέτως, διατηρεί µια 
επιπρόσθετη πληροφορία κατάστασης σε σχέση µε την συνδεσιµότητα του 
τερµατικού µε το WLΑΝ δίκτυο. Στην Εικόνα 42, το GΡRS ΜΜ context περιλαµβάνει 
τις τρεις GΡRS καταστάσεις, υπό τον τίτλο ΡΜΜ καθώς και την πληροφορία 
συνδεσιµότητας υπό τον τίτλο WΜΜ. Το περιβάλλον αυτών των πληροφοριών 
βρίσκεται τόσο στο τερµατικό ΜΝ, όσο και στο SGSΝ. Όταν το ΜΝ είναι 
συνδεδεµένο µε το GΡRS δίκτυο, βρίσκεται στην κατάσταση ΡΜΜ. Όταν βρίσκεται 
σε κατάσταση εξοικονόµησης ενέργειας, µεταβαίνει σε στην κατάσταση ΡΜΜ - idle 
και απελευθερώνει τους πόρους που είχε δεσµεύσει. Για την δηµιουργία της σύνδεσης 
ραδιοζεύξης χρησιµοποιείται paging, πριν ακόµα τα πακέτα αρχίζουν να 
προωθούνται στο τερµατικό. Όντας σε αυτή την κατάσταση, εάν το τερµατικό 
µετακινηθεί εντός του WLΑΝ δικτύου θα ακολουθηθεί η intersystem handover 
διαδικασία που περιγράφεται παρακάτω, και µεταβαίνει στην WΜΜ - connected 
κατάσταση. Η κατάσταση στην οποία το τερµατικό είναι απενεργοποιηµένο 
ονοµάζεται ΡΜΜ - detached. Τέλος, η ΡΜΜ - connected κατάσταση 
αντιπροσωπεύει την περίπτωση όπου το τερµατικό είναι συνδεδεµένο στο GΡRS. 
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Εικόνα 42  ∆ιάγραµµα καταστάσεων κινητικότητας στο SGSN και MN 
 
Η διαδικασία έναυσης που παρουσιάστηκε σε προηγούµενη παράγραφο, απαιτεί την 
εκκίνηση του τερµατικού µέσω της UΜΤS διεπαφής, οπότε το τερµατικό µεταβαίνει 
από την ΡΜΜ - detached στην ΡΜΜ - connected κατάσταση, πριν εκτελέσει την 
µετάβαση στο WLΑΝ δίκτυο. Αφού συνδεθεί µε το 802.11 access point, το ΜΝ 
µεταβαίνει στην WΜΜ - connected κατάσταση. Αυτή η µετάβαση από τη ΡΜΜ - 
connected στην WΜΜ - connected κατάσταση, είναι το αποτέλεσµα της intersystem 
handover διαδικασίας. Το τερµατικό παραµένει στην WΜΜ - connected κατάσταση 
για όσο αυτό είναι συνδεδεµένο µε το WLΑΝ δίκτυο. Το περιβάλλον WLΑΝ LΜΜ 
όπως φαίνεται στην Εικόνα 42, περιλαµβάνει τις λεπτοµερείς καταστάσεις που 
σχετίζονται µε την κινητικότητα του τερµατικού στο WLΑΝ. Επίσης περιλαµβάνει 
δυο επιπλέον καταστάσεις: τις GΡRS - attached και WLΑΝ - attached. 
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Η µετάβαση από την GΡRS στην WLΑΝ – attached κατάσταση είναι το αποτέλεσµα της 
intersystem handover διαδικασίας που περιγράφεται παρακάτω. Στην Εικόνα 42 
παρουσιάζεται επίσης η συνεργασία του WLΑΝ LΜΜ και του GΡRS ΜΜ 
περιβάλλοντος. Πιο συγκεκριµένα µε τις διακεκοµµένες γραµµές αναπαριστούνται 
οι αλληλεπιδράσεις των καταστάσεων µεταξύ τους. Για παράδειγµα, όταν το 
τερµατικό βρίσκεται σε οποιαδήποτε LΜΜ κατάσταση, τότε παρουσιάζεται σαν να 
είναι στη WΜΜ connected κατάσταση του GΡRS ΜΜ περιβάλλοντος. 
Επίσης, το τερµατικό µπορεί να µεταβεί σε κατάσταση εξοικονόµησης ενέργειας 
εντός του 802.11 WLΑΝ. Αντιθέτως, µε το UΜΤS, για να υποστηρίξει το 802.11 
την κατάσταση εξοικονόµησης ενέργειας, απαιτείται το τερµατικό να συνδεθεί µε το 
νέο access point όταν µετακινηθεί από την περιοχή κάλυψης του ενός σε αυτή του 
άλλου. Εφόσον, το access point αντιληφθεί ότι το τερµατικό βρίσκεται σε 
κατάσταση εξοικονόµησης ενέργειας, τότε κάνει poll στο ΜΝ, στέλνοντας ένα ΤΙΜ 
εντός του beacon κάθε φορά που υπάρχει κάποιο πακέτο που θέλει να µεταδώσει το 
ΜΝ. Το ΜΝ απαντάει στο poll και αιτείται την συνέχιση της µετάδοσης πακέτων. 
Το σύστηµα δροµολόγησης πακέτων εντός του WLΑΝ δικτύου µπορεί συνεχώς να 
γνωρίζει τον access router, ο οποίος εξυπηρετεί το τερµατικό και προωθεί τα πακέτα 
από το SGSΝ, ακόµα και όταν το τερµατικό βρίσκεται σε κατάσταση εξοικονόµησης 
ενέργειας. Συνεπώς, δεν απαιτείται να υπάρχει επιπλέον κατάσταση στο GΡRS 
mobility context που να αντιπροσωπεύει την κατάσταση εξοικονόµησης ενέργειας 
εντός του WLΑΝ δικτύου. Το SGSΝ αποστέλλει τα πακέτα στο τερµατικό όταν αυτό 
είναι WΜΜ - connected. Όταν το τερµατικό σε κατάσταση εξοικονόµησης 
ενέργειας µετακινηθεί στο UΜΤS, τότε µεταβαίνει από την WΜΜ - connected στην 
ΡΜΜ - idle κατάσταση. 
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4.4.6.1 ∆ΙΑ∆ΙΚΑΣΙΑ INTERSYSTEM HANDOVER 
Όπως έχει ήδη αναφερθεί τα access points του WLΑΝ εκπέµπουν περιοδικά beacons, 
τα όποια λαµβάνονται από όλα τα ενεργοποιηµένα τερµατικά που βρίσκονται εντός 
των περιοχών κάλυψης, ακόµα και από αυτά που βρίσκονται σε κατάσταση 
εξοικονόµησης ενέργειας. Το ίδιο το τερµατικό αντιλαµβάνεται το intersystem 
handover, όταν λάβει ένα beacon από το πρώτο 802.11 κελί του WLΑΝ δικτύου. Η 
διαδικασία intersystem handover από το UΜΤS στο WLΑΝ δίκτυο παρουσιάζεται 
στην Εικόνα 43. Αρχικά, εκτελείται η διαδικασία handshake µε το access point 
ώστε να δηµιουργηθεί σύνδεση επιπέδου-2. Το access point προκαλεί ένα trigger στον 
access router (ΑR) αφού πρώτα απαντήσει στο τερµατικό ΜΝ. Το trigger µε την 
σειρά του, αναγκάζει το access router να εκπέµψει ένα Router Advertisement (RΑ) 
στο ΜΝ. Το trigger επιτρέπει την επιπέδου-3 handover διαδικασία, καθώς ο access 
router σε αυτή την περίπτωση πρέπει να περιµένει για το Router Solicitation (RS) από 
το τερµατικό ΜΝ, πριν αποστείλει πακέτα στο access router. 
 145 
 
Εικόνα 43  ∆ιαδικασία handover από το UMTS στο WLAN 
 
Έπειτα, το τερµατικό πραγµατοποιεί ένα επιπέδου-3 (ΙΡ) handover. Το RΑ περιέχει 
πληροφορίες σχετικές µε τον access router, όπως για παράδειγµα την ΙΡ 
διεύθυνση του, οι οποίες χρησιµοποιούνται από το τερµατικό για την διαδικασία 
Binding Update (ΒU) µε τον access router (ΑR). Το µήνυµα ΒU περιέχει την 
διεύθυνση SGSΝ καθώς και άλλες πληροφορίες σχετικές µε το UΜΤS, ώστε να 
αναγνωριστεί ο κινητός κόµβος από το SGSΝ. Το αποτέλεσµα της λήψης των ΒU 
µηνυµάτων είναι o access router να εκτελέσει authentication στο τερµατικό, µέσω του 
ΑΑΑ server και να αναθέσει στο τερµατικό µια Care-Of-Address (CΟΑ). 
Ο access router, µετά το authentication και την ανάθεση της CΟΑ διεύθυνσης, 
εκκινεί την διαδικασία handover σε συνεργασία µε το SGSΝ, στέλνοντας ένα 
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W_Route Area Update µήνυµα. Πριν την αναγνώριση του Update µηνύµατος, ο 
SGSΝ στέλνει ένα RΑΒ µήνυµα στο SRNC ώστε να απελευθερωθούν οι 
δεσµευµένοι UΜΤS πόροι για πακέτα δεδοµένων, οπότε ο SRNC µε την σειρά του 
στέλνει ένα RΑΒ µήνυµα αποδέσµευσης στο SGSΝ. Ακολούθως, ο SGSΝ στέλνει 
ένα W_Route Area Update Accept µήνυµα στον access router και µετατρέπει την GPRS 
κατάσταση κινητικότητας του τερµατικού σε WΜΜ - connected. 
Εντός του W_Route Area Update Accept µηνύµατος που στέλνει ο SGSN, περιέχεται η 
λίστα των ΡDΡ και SRNC περιβαλλόντων. Αυτά τα περιβάλλοντα παραµέτρων 
παραµένουν αδιαφανή για τον access router, ο οποίος απλά τα συµπεριλαµβάνει στο 
Binding Update Acknowledgement (BU Ack) µήνυµα προς το τερµατικό. Ο access 
router πρώτα ολοκληρώνει την handover διαδικασία µε το SGSΝ (στέλνοντας το 
W_Route Area Update Complete µήνυµα) και έπειτα στέλνει το ΒU Αck µήνυµα στο 
τερµατικό, που σηµατοδοτεί την ολοκλήρωση της UΜΤS - WLΑΝ διαδικασίας. 
Το τερµατικό αφού λάβει το ΒU Αck µήνυµα µπορεί να ξεκινήσει την διαδικασία 
δέσµευσης πόρων για τις ΡDΡ συνδέσεις εντός του WLΑΝ. Μπορεί επίσης επιλεκτικά 
να δεσµεύσει πόρους για κάποιες ΡDΡ συνδέσεις και να αγνοήσει άλλες. Συνεπώς, όλες 
οι εναποµένουσες ΡDΡ πληροφορίες θα διαθέτουν και αντίστοιχες RSVP καταστάσεις 
τόσο στο τερµατικό ΜΝ όσο και στο SGSΝ. 
 
 147 
 
Εικόνα  44  ∆ιαδικασία handover από WLAN σε UMTS 
 
Όταν το τερµατικό µετακινηθεί εκτός του WLΑΝ δικτύου, οι 802.11 διεπαφές του 
αντιλαµβάνονται την έλλειψη γνώριµων beacons, οπότε προσπαθεί να ανιχνεύσει 
κάποιο access point αποστέλλοντας probes. Επειδή όµως δεν λαµβάνει probe 
απαντήσεις αντιλαµβάνεται ότι ουσιαστικά έχει διεξαχθεί WLΑΝ – UΜΤS handover. Η 
Εικόνα 44 δείχνει την όλη διαδικασία handover. Το τερµατικό ΜΝ στέλνει ένα Route 
Area Update µήνυµα στο SGSΝ µέσω της UΜΤS διεπαφής του, συµπεριλαµβάνοντας 
πληροφορίες που δείχνουν ότι δεν είναι συνδεδεµένο µε το UΜΤS δίκτυο. Το µήνυµα 
επίσης περιλαµβάνει και την διεύθυνση του τελευταίου access router στον οποίο ήταν 
συνδεδεµένο το τερµατικό. Τέλος το SGSΝ στέλνει ένα RSVP RESV TEAR µήνυµα στον 
access router ώστε ο τελευταίος να αποδεσµεύσει τους πόρους που είχε αναθέσει στο 
τερµατικό. 
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4.4 ΑΡΧΙΤΕΚΤΟΝΙΚΕΣ ΓΙΑ ΤΗΝ ∆ΙΑΣΥΝ∆ΕΣΗ ∆ΙΚΤΥΩΝ   
             WiMAX ΚΑΙ UMTS 
 
4.4.1   ΕΙΣΑΓΩΓΗ 
 
Οι σηµερινές τεχνολογίες διαφέρουν σηµαντικά µεταξύ τους όσον αφορά το 
bandwidth, τις τεχνολογίες πρόσβασης, τους µηχανισµούς ασφαλείας κλπ. Μια πολλά 
υποσχόµενη προσέγγιση είναι να συνδυαστούν διαφορετικές υπάρχουσες ασύρµατες 
τεχνολογίες, ώστε να προκύψουν νέοι τρόποι πρόσβασης σε υπηρεσίες από οπουδήποτε, 
οποτεδήποτε, ακόµα και εν κινήσει. Καίριο ρόλο προς αυτή την κατεύθυνση, θα παίξουν τα 
τερµατικά που διαθέτουν πολλαπλές διεπαφές δικτύων, ώστε να µπορούν αν επιλέγουν 
την καταλληλότερη σύνδεση από µια πληθώρα διαθέσιµων σηµείων πρόσβασης, που 
το καθένα µπορεί να βασίζεται σε διαφορετική τεχνολογία. 
Ως γνωστόν, το UΜΤS παρέχει µεγάλες δυνατότητες κινητικότητας του χρήστη και 
εξαιρετικά µεγάλη κάλυψη, αλλά υστερεί ως προς το data rate αφού παρέχει µικρούς έως 
µέτριους ρυθµούς µετάδοσης δεδοµένων. Συνεπώς, το UΜΤS από µόνο του δεν επαρκεί 
για να καλύψει τις ανάγκες εφαρµογών που έχουν απαιτήσεις σε data rates, ενώ 
παράλληλα το κόστος τέτοιων υπηρεσιών παραµένει υψηλό. Από την άλλη, σχετικά 
πρόσφατα η ερευνητική κοινότητα στράφηκε στην αντιµετώπιση του προβλήµατος last-
mile µε τη χρήση του WiΜΑΧ, που είναι το εµπορικό όνοµα του πρωτοκόλλου 802.16a 
/REV d/e, το οποίο παρέχει προδιαγραφές για την διεπαφή αέρος για φορητές, 
ευρυζωνικές συνδέσεις. Σε αυτό το σηµείο της εργασίας θα ασχοληθούµε µε την 
διερεύνηση και παρουσίαση λύσεων για την συνεργασία αυτών των δύο τύπων 
δικτύωσης, παρά το γεγονός ότι από πολλούς αυτές οι δυο τεχνολογίες θεωρούνται ως 
ανταγωνιστικές. Θεωρούµε ότι η χρήση του συνδυασµού UΜΤS - WiΜΑΧ µπορεί να 
αποδώσει τα θετικά και των δυο δικτύων, εξαλείφοντας παράλληλα τα µειονεκτήµατα 
που παρουσιάζει το καθένα ξεχωριστά. Με αυτό τον τρόπο, οι πάροχοι ασυρµάτων 
υπηρεσιών θα µπορούν να αναπτύξουν χαµηλού κόστους αλλά υψηλών ταχυτήτων 
WiΜΑΧ δίκτυα, ώστε να καλύψουν τις hot spot ζώνες, τις οποίες αδυνατεί να 
εξυπηρετήσει το UΜΤS. 
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Γενικά, η διασύνδεση µεταξύ των 3GΡΡ συστηµάτων και του WiΜΑΧ, είναι υπό 
διερεύνηση από το WiΜΑΧ forum και προς το παρόν δεν περιλαµβάνει το real-time 
handover µεταξύ των δύο δικτύων, αλλά απλά στοχεύει στην υιοθέτηση ενός µοντέλου 
παρόµοιου µε αυτό που έχει προτείνει η 3GΡΡ για την διασύνδεση του UΜΤS µε το 
WLΑΝ, το οποίο έχουµε ήδη παρουσιάσει. Υπάρχουν αρκετές προτάσεις λοιπόν για να 
καλύψουν αυτό το κενό εκ των οποίων εµείς θα παρουσιάσουµε τις επικρατέστερες. 
 
4.4.2.1 OFDM & MIMO ΤΕΧΝΟΛΟΓΙΕΣ ΑΙΧΜΗΣ ΓΙΑ ΤΟ  
               ΚΙΝΗΤΟ ΕΥΡΥΖΩΝΙΚΟ ∆ΙΚΤΥΟ 
 
Τα 2.5G και 3G δίκτυα έχουν επιτρέψει παγκοσµίως στους χρήστες να προσπελαύνουν 
δεδοµένα στα φορητά τερµατικά τους (έξυπνα τηλέφωνα, laptops κ.α.). Ωστόσο όµως, 
καθώς οι υπηρεσίες δεδοµένων πολλαπλασιάζονται και περισσότεροι χρήστες 
χρησιµοποιούν τις ίδιες ευρυζωνικές Internet υπηρεσίες, όπως ακριβώς κάνουν και στο 
σπίτι τους ή στο γραφείο, αλλά «εν κινήσει», υπάρχουν προβλέψεις για δεκαπλασιασµό 
του τηλεπικοινωνιακού φορτίου µεταξύ 2010-2015. Αν συµπεριλάβουµε επιπλέον και 
τις νέες εφαρµογές τύπου social networking όπως το facebook, myspace κ.α., τότε οι 
προβλέψεις φτάνουν σε υψηλότερα µεγέθη. Συνεπώς παρά το γεγονός ότι τα δίκτυα 2.5G 
και 3G θα συνεχίσουν να εξυπηρετούν την µετάδοση φωνής και δεδοµένων στο 
άµεσο µέλλον, εντούτοις πολύ σύντοµα θα κορεστούν λόγω της αυξανόµενης mobile 
ευρυζωνικής χρήσης. Άρα η ανάπτυξη νέων δικτύων που θα αναλάβουν να επιµεριστούν το 
"βαρύ" τηλεπικοινωνιακό φορτίο είναι αναπόφευκτη. Αυτά τα νέα δίκτυα, εκτός από την 
extra και επεκτάσιµη χωρητικότητα που θα προσφέρουν, θα µπορούν να υποστηρίξουν νέες 
υπηρεσίες και συσκευές κατ' επιταγή των νέων, επιχειρηµατικά ευέλικτων µοντέλων. 
Οι τεχνολογίες ΟFDΜ (Orthogonal Frequency - Division Multiplexing) και ΜΙΜΟ 
(Multiple Input Multiple Output), έχουν επιλεχθεί ως τεχνολογίες που µπορούν να 
ικανοποιήσουν την ανάπτυξη όχι µόνο του WiΜΑΧ, αλλά επίσης και των µελλοντικών 
εξελίξεων όπως το Long Term Evolution (LΤΕ) της 3GΡΡ, καθώς επίσης και το Ultra 
Mobile Broadband (UΜΒ) της 3GΡΡ2 βασίζονται στον συνδυασµό ΟFDΜ & ΜΙΜΟ. Ο 
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συνδυασµός ΟFDΜ και ΜΙΜΟ οδηγεί σε συστήµατα τα οποία είναι εξαιρετικά 
επεκτάσιµα και συνεπώς κατάλληλα για την τηλεπικοινωνιακή έκρηξη που έρχεται στο 
άµεσο µέλλον. Αλλά σε αυτό το σηµείο είναι σκόπιµο να πούµε λίγα λόγια για αυτές τις 
δύο τεχνολογίες. 
Η ΟFDΜ τεχνική, είναι µια σύνθετη τεχνική διαµόρφωσης για µετάδοση, βασισµένη 
στην ιδέα του FDΜ όπου στο κάθε κανάλι εκτελείται µια ειδική διαµόρφωση. Με την 
ΟFDΜ διαµόρφωση, οι συχνότητες και η διαµόρφωση αυτών, γίνεται µε τέτοιο τρόπο 
ώστε τα κανάλια να είναι ορθογώνια µεταξύ τους. Με τον τρόπο αυτό αντιµετωπίζεται το 
πρόβληµα της συγκαναλικής παρεµβολής (cο-channel interference). Επίσης, στην 
ΟFDΜ τεχνική, διαιρείται το φάσµα συχνοτήτων σε υποµπάντες αρκετά µικρές, ώστε 
η συµπεριφορά του ασύρµατου καναλιού προς αυτές να είναι σταθερή. Στην συνέχεια 
εφαρµόζεται µια διαµόρφωση του τύπου ΒΡSΚ, QΡSΚ, Μ-QΑΜ σε κάθε υποµπάντα. Έτσι 
η εφαρµογή της τεχνικής αυτής αντιµετωπίζει το multipath και την διασυµβολική 
παρεµβολή. Το πρότυπο ΟFDΜ, αποτελεί την βάση για πολλά πρότυπα τηλεπικοινωνιών 
όπως το 802.11a, 802.11g, το WLΑΝ, αλλά και την τεχνολογία Asymmetric Digital 
Subscriber Line (ΑDSL). Τα πλεονεκτήµατα που το κατέστησαν τόσο δηµοφιλές είναι: 
• η αποδοτική χρήση του παρεχόµενου εύρους ζώνης και 
• η ανοχή στις παρεµβολές. 
Το ΜΙΜΟ (Multiple Input and Multiple Output), αναφέρεται στην τεχνολογία όπου τόσο 
στον σταθµό βάσης όσο και στο τερµατικό, υπάρχουν περισσότερες της µίας κεραίες. Για 
παράδειγµα υπάρχουν κινητά τηλέφωνα µε δύο κεραίες, laptop µε δύο κεραίες 
εκατέρωθεν της οθόνης, καθώς επίσης και routers µε πολλές κεραίες. 
Βέβαια η πιο συνήθης χρήση στα κυτταρικά δίκτυα περιλαµβάνει πολλές κεραίες στον 
σταθµό βάσης και µια µόνο κεραία στο τερµατικό, κάτι που γενικά µειώνει το κόστος 
του, αλλά καθώς οι τιµές των ηλεκτρονικών συνεχώς µειώνονται, πολύ σύντοµα θα 
επικρατήσουν τα τηλέφωνα µε δυο κεραίες. 
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Γενικά µε την χρήση της τεχνολογία ΜΙΜΟ βελτιώνεται η λήψη του σήµατος αλλά και ο 
ρυθµός µετάδοσης, ενώ η υλοποίηση του ΜΙΜΟ στο WiΜΑΧ, του προσδίδει σηµαντική 
βελτίωση στην απόδοση του φάσµατος. 
Το 2007 κυκλοφόρησαν τα πρώτα εµπορικά συστήµατα Mobile WiΜΑΧ Release 1.0, 
τα οποία ακόµα δεν έχουν συµπεριλάβει τις ΜΙΜΟ δυνατότητες και επέδειξαν 
δυνατότητες τριπλασιασµού της χωρητικότητας του δικτύου σε σύγκριση µε άλλα 
ασύρµατα δίκτυα του ίδιου bandwidth. Αυτό ήταν µόνο η αρχή, αφού το 2009 τα 
WiΜΑΧ µε ενσωµατωµένη την τεχνολογία ΜΙΜΟ βελτίωσαν ακόµα περισσότερο 
την χωρητικότητα των συστηµάτων. Το 2010 η προγραµµατισµένη έκδοση 1.5, θα 
επιτρέπει µέγιστους ρυθµούς µετάδοσης που θα ξεπερνούν κατά πολύ τα 100Mbps µε 
χρήση καναλιών των 20ΜΗz. Στο µέλλον όταν ο εξοπλισµός θα επιτρέπει από 
οικονοµικής απόψεως την υποστήριξη 4x4 ΜΙΜΟ συνδυασµούς, οι θεωρητικά µέγιστοι 
ρυθµοί µετάδοσης θα αγγίζουν τα 300Μbps. 
 
 
Εικόνα 45  Το µέλλον µε τις τεχνολογίες OFDM και MIMO 
 
 
 
 
 152 
4.4.2.2 ΤΟ WiMAX ΕΝΤΟΣ ΤΩΝ 2G/3G ∆ΙΚΤΥΩΝ ΚΑΙ ΩΣ  
               ΠΡΟ∆ΡΟΜΟΣ ΤΟΥ ALL-IP ∆ΙΚΤΥΟΥ 
 
Τα WiΜΑΧ, 2G και 3G είναι ουσιαστικά αλληλοσυµπληρούµενες τεχνολογίες. Τα δίκτυα 
2G, 3G προσφέρουν µετάδοση φωνής µέσω µεταγωγής κυκλώµατος και µάλιστα µε 
άριστη ποιότητα και πολύ µεγάλη κάλυψη. Πολύ σύντοµα θα αναπτυχθούν νέα 
βελτιστοποιηµένα δίκτυα που θα βασίζονται στο ΟFDΜΑ (Μια άλλη εκδοχή του ΟFDΜ 
που χρησιµοποιείται τόσο από το WiΜΑΧ όσο και από το LΤΕ) και στο ΜΙΜΟ (π.χ. το 
σηµερινό WiΜΑΧ ή το µελλοντικό LΤΕ της 3GΡΡ), τα οποία θα λειτουργούν και σε νέο 
εύρος συχνοτήτων, αλλά δυστυχώς θα χρειαστούν χρόνια µέχρι να πετύχουν την 
κάλυψη που προσφέρουν τα σηµερινά 2G/3G δίκτυα. Αυτοί οι παράγοντες ωθούν τους 
παρόχους στο να διατηρούν από την µια την υποδοµή των δικτύων 2G/3G για την 
µετάδοση φωνής και άλλων στενής ζώνης υπηρεσιών και από την άλλη να χρησιµοποιούν 
το WiΜΑΧ για εφαρµογές που απαιτούν υψηλές ταχύτητες µετάδοσης. Οι πάροχοι πολύ 
σύντοµα θα παρέχουν multimode τερµατικά ώστε να εξασφαλίζεται η διασύνδεση και στα 
δύο είδη δικτύων. 
 
 
Εικόνα 46  Ανάπτυξη του WiMAX εντός των 2G/3G δικτύων 
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Πίνακας 11  Επιχειρησιακές λύσεις αναλόγως της τεχνολογίας του παρόχου 
 
Η εξέλιξη από το WCDΜΑ στο ΗSΡΑ ή ισοδύναµα από το CDΜΑ2000 στο ΕV-DΟ, 
τεχνολογίες όλες βασισµένες στο CDΜΑ, επιτεύχθηκε µέσω αναβαθµίσεων στις υποδοµές 
3G των παροχών και χρησιµοποιώντας το ίδιο φάσµα. Αυτές οι αναβαθµίσεις θα 
συνεχιστούν, αλλά δυστυχώς δεν θα επαρκέσουν ώστε να καλύψουν τις ευρυζωνικές 
απαιτήσεις του µέλλοντος. Ο λόγος είναι ότι από την µια χρειάζονται ΜΙΜΟ 
συνδυασµοί κεραιών µεγαλύτερων βαθµών ώστε να αυξηθεί το throughput των 
ΟFDΜ/ΜΙΜΟ συστηµάτων, αλλά από την άλλη η υποστήριξη του CDΜΑ για αυτούς τους 
υψηλότερους ΜΙΜΟ συνδυασµούς δεν είναι αποδοτική. Αυτός είναι και ο λόγος που όλοι 
οι φορείς προτυποποίησης ΙΕΕΕ 802.16, 3GΡΡ και 3GΡΡ2 σκοπεύουν να υιοθετήσουν τον 
συνδυασµό ΟFDΜ/ΜΙΜΟ στο 4G. Αφού λοιπόν δεν υπάρχει περίπτωση να παροπλιστούν 
οι σηµερινές 2G/3G υποδοµές, θα πρέπει να δηµιουργηθούν επιπρόσθετα ΟFDΜΑ/ΜΙΜΟ 
δίκτυα δεδοµένων (είτε τα σηµερινό WiΜΑΧ, είτε τα µελλοντικά LΤΕ) τα οποία θα 
χρησιµοποιούν νέο εύρος συχνοτήτων. 
Η προσθήκη ενός ΟFDΜΑ / ΜΙΜΟ ασύρµατου overlay δικτύου, περιλαµβάνει τόσο την 
χρήση νέων σταθµών βάσης, όσο και αναβαθµίσεις στο core network (CΝ), ώστε να 
υποστηρίζεται ΙΡ µετάδοση. Έτσι οι πάροχοι µπορούν αν δηµιουργήσουν WiΜΑΧ 
σταθµούς βάσης που θα συνυπάρχουν µε τα υπάρχοντα 2G/3G δίκτυα. Αφού 
δηµιουργηθούν τέτοια δίκτυα, θα χρειαστούν κατάλληλες multimode συσκευές 
ώστε να πραγµατοποιείται αδιάλειπτο roaming µεταξύ του τµήµατος του δικτύου 
που είναι για την µετάδοση φωνής και του τµήµατος που είναι βελτιστοποιηµένο 
για την µετάδοση δεδοµένων. 
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Εικόνα 47  Το WiMAX ως πρόδροµος του νέου All – IP δικτύου 
 
Η κοινότητα του WiΜΑΧ θα συνεχίσει να εργάζεται σε συνεργασία µε την 3GΡΡ 
για την βελτίωση των WiΜΑΧ και 2G/3G δικτύων. Η ανοιχτή αρχιτεκτονική δικτύου 
που υποστηρίζει το WiΜΑΧ, θα βοηθήσει τον υγιή ανταγωνισµό οδηγώντας σε νέες 
εξελίξεις και µειώνοντας τα κόστη. 
 
4.4.2.3 ΜΟΝΤΕΛΑ ∆ΙΑΣΥΝ∆ΕΣΗΣ ΚΑΙ ΕΠΙΠΕ∆Α   
              ΣΥΝΕΡΓΑΣΙΑΣ 
Μοντέλα ∆ιασύνδεσης 
Όπως και µε το WLΑΝ, έτσι και µε το WiΜΑΧ υπάρχουν δύο µέθοδοι διασύνδεσης µε 
άλλα δίκτυα, αυτή της χαλαρής ζεύξης (loose coupling) και αυτή της ισχυρής 
ζεύξης (tight coupling). Η διαφορά µεταξύ της loose coupling διασύνδεσης και των 
υπαρχόντων δικτύων είναι ελάχιστες: το WiΜΑΧ χρησιµοποιεί τον ΑΑΑ server του 
3GΡΡ δικτύου και οι ροές δεδοµένων δεν διέρχονται µέσω του 3GΡΡ core network. Με 
αυτό τον τρόπο υπάρχει εγγυηµένη ανεξαρτησία του WiΜΑΧ δικτύου, αλλά αυτό 
συνεπάγεται και καθυστερήσεις στο handover. Σε σχετικές έρευνες µε το θέµα έχει 
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υπολογιστεί ότι η µέση handover καθυστέρηση στο loose coupling είναι 400 ms, ενώ 
στο tight coupling µόλις 150 ms. Συνεπώς, το loose coupling δεν επαρκεί για real time 
υπηρεσίες. 
Στο tight coupling, οι ροές δεδοµένων του WiΜΑΧ διέρχονται µέσω του RΝC (Radio 
Network Controller) και του 3GΡΡ Core Network, συνεπώς τα πρωτόκολλα, οι 
διεπαφές και οι υπηρεσίες των δύο δικτύων απαιτούν αλλαγές ώστε να υπάρχει 
συνεργασία. Ο σταθµός βάσης του WiΜΑΧ συνδέεται µε τον RNC του WCDΜΑ ή µε 
το SGSΝ απ' ευθείας. Το πλεονέκτηµα αυτής της µεθόδου είναι ότι µειώνεται η handoff 
καθυστέρηση και ότι το ίδιο το handover είναι εγγυηµένο. Αν τα 3G και WiΜΑΧ 
δίκτυα ανήκουν σε διαφορετικούς παρόχους, η διασύνδεση γίνεται πιο πολύπλοκη. 
Στην Εικόνα 48 παρουσιάζονται τα δυο µοντέλα διασύνδεσης loose και tight coupling. 
 
Επίπεδα Συνεργασίας 
Υπάρχουν έξι επίπεδα συνεργασίας µεταξύ των WLAN και 3GΡΡ, τα οποία όµως 
εφαρµόζονται σε οποιοδήποτε δίκτυο που βασίζεται σε ΙΡ και παρουσιάζονται στον 
Πίνακα 12. Αυτά τα επίπεδα µπορούν να εφαρµοστούν και στους δύο τρόπους 
διασύνδεσης: loose και tight coupling. 
 
Πίνακας 12  Επίπεδα συνεργασίας WiMAX και 3GPP δικτύων 
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Εικόνα 48  Μοντέλα διασύνδεσης δικτύων loose και tight coupling 
 
Τα τρία πρώτα επίπεδα του Πίνακα 11 συµπεριλαµβάνονται στο Release 6 της 3GΡΡ, ενώ τα 
τρία επόµενα θα συµπεριληφθούν σε επόµενα releases. Το πρώτο επίπεδο είναι το 
απλούστερο και περιλαµβάνει το billing και απλές υπηρεσίες πελάτη (δηλαδή ο χρήστης 
λαµβάνει κοινό λογαριασµό και για τα δύο δίκτυα και επίσης απολαµβάνει υπηρεσίες 
εξυπηρέτησης πελατών). Επίσης, αυτό το πρώτο επίπεδο δεν συνεπάγεται επιδράσεις στις 
αρχιτεκτονικές των 3GΡΡ και WiΜΑΧ. 
Το δεύτερο επίπεδο, περιλαµβάνει την χρήση των 3GΡΡ διαδικασιών πρόσβασης 
(συµπεριλαµβανοµένων των authentication και authorization) για τους χρήστες του 
WiΜΑΧ εντός του 3GΡΡ domain. Επιπλέον, οι WiΜΑΧ κόµβοι χρησιµοποιούν το 
 157 
σύστηµα χρέωσης του UΜΤS για την δηµιουργία των Charging Data Records (CDRs). Ο 
συνδροµητής µπορεί για παράδειγµα να χρησιµοποιεί το WiΜΑΧ access network (ΑΝ) για 
πρόσβαση στο Internet, αλλά οι ΑΑΑ λειτουργίες εκτελούνται από την 3GΡΡ πλατφόρµα. 
Το τρίτο επίπεδο επεκτείνει τις ΙΜ5 υπηρεσίες στο WiΜΑΧ, ωστόσο είναι θέµα της 
εκάστοτε υλοποίησης το κατά πόσο θα παρέχονται όλες ή ένα τµήµα αυτών των 
υπηρεσιών στους χρήστες. Σε αυτό το σενάριο όµως δεν υπάρχει συνέχεια υπηρεσιών 
κατά την µετάβαση του χρήστη από το 3GΡΡ UTRΑΝ στο WiΜΑΧ access network, οπότε 
η σύνοδος της υπηρεσίας διακόπτεται και είναι στην ευχέρεια του χρήστη να την ξανά 
ξεκινήσει. Ουσιαστικά, το επίπεδο 3 επιτρέπει στον διαχειριστή του δικτύου να 
επεκτείνει τις υπηρεσίες µεταγωγής πακέτων (ΡS) του 3GΡΡ δικτύου, στο WiΜΑΧ. Έτσι 
ένας authenticated 3GΡΡ συνδροµητής µπορεί να έχει πρόσβαση στις 3GΡΡ ΡS υπηρεσίες, 
µέσω του WiΜΑΧ access network. 
Τα τελευταία τρία επίπεδα δεν εµπίπτουν στο Release 6 και µάλλον θα υλοποιηθούν 
σε µελλοντικές εκδόσεις. 
4.4.2 ΕΝΟΠΟΙΗΜΕΝΗ ΑΡΧΙΤΕΚΤΟΝΙΚΗ ΧΑΛΑΡΗΣ ΖΕΥΞΗΣ 
Η ιδέα της ενοποίησης δύο ή περισσότερων ασύρµατων δικτύων υπάρχει πολύ καιρό και ο 
στόχος είναι να παρέχεται στον χρήστη αδιάλειπτη σύνδεση και µετάβαση από το ένα 
ετερογενές δίκτυο στο άλλο, χωρίς απώλεια πακέτων. Συνήθως οι προτεινόµενες 
λύσεις περιλαµβάνουν την χρήση τερµατικών µε δύο τουλάχιστον διεπαφές δικτύου που 
µπορούν να είναι ενεργοποιηµένες ταυτόχρονα, αλλά κάτι τέτοιο οδηγεί σε µεγάλες 
καταναλώσεις ισχύος, µείωση της ζωής του τερµατικού καθώς και προβλήµατα 
παρεµβολών. Στην ανάλυση παρακάτω ακολουθείται µια διαφορετική προσέγγιση 
στην οποία το τερµατικό διαθέτει µια µόνο διεπαφή δικτύου ενεργή κάθε φορά. 
4.4.2.1 ΠΕΡΙΓΡΑΦΗ ΑΡΧΙΤΕΚΤΟΝΙΚΗΣ 
Αρχικά θα αναφέρουµε τις βασικές διαφορές µεταξύ της UΜΤS - WLΑΝ και της UΜΤS - 
WiΜΑΧ διασύνδεσης και ο λόγος που γίνεται αυτό είναι ότι υπάρχουν κοινά σηµεία που 
µπορούν να χρησιµοποιηθούν και σε αυτή την περίπτωση. Η χρήση του WLΑΝ σε hot 
spot περιοχές, υπονοεί την δηµιουργία microcells εντός των UΜΤS macrocells. Η 
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κινητικότητα µεταξύ UΜΤS και WLΑΝ χαρακτηρίζεται ως πλήρως επικαλυπτόµενο 
handover και οι χρόνοι διεξαγωγής του είναι συνήθως υποφερτοί. Επίσης, όπως έχουµε 
ήδη δει, όταν το τερµατικό συνδέεται στο WLΑΝ, µπορεί να διατηρεί τις ΡDΡ (Packet 
Data Protocol) πληροφορίες περιβάλλοντος του UΜΤS, ώστε όταν ξανά συνδεθεί στο 
UΜΤS, να µην απαιτείται ενεργοποίηση του ΡDΡ περιβάλλοντος. Αντιθέτως, η 
κινητικότητα µεταξύ UΜΤS και WiΜΑΧ χαρακτηρίζεται ως τµηµατικά επικαλυπτόµενο 
handover, αφού η κάλυψη του WiΜΑΧ είναι ευρεία και ενδέχεται ίδια µε αυτή ενός 
UΜΤS κελιού. Συνεπώς, η διαδικασία του handover πρέπει να διεξαχθεί γρήγορα, ειδικά 
στην περίπτωση που η ταχύτητα του τερµατικού είναι µεγάλη. 
Η λύση που περιγράφουµε παρακάτω για την κινητικότητα των χρηστών µεταξύ του 
UΜΤS και του WiΜΑΧ, πληροί τις εξής δύο προϋποθέσεις: 
• Την διεξαγωγή των λιγότερων δυνατόν αλλαγών στην υπάρχουσα υποδοµή 
των δικτύων 
• Την βιωσιµότητα της λύσης 
Η χρησιµοποίηση του ΙΡ ως το κοινό πρωτόκολλο διασύνδεσης, επιτρέπει την 
αδιάλειπτη σύνδεση του τερµατικού σε πολλά δίκτυα, αγνοώντας την ετερογένεια 
τους. Αυτό επιτυγχάνεται µε την χρήση του Mobile ΙΡ µηχανισµού που αποκρύπτει 
τις διαφορές των δικτύων στις χαµηλότερου επιπέδου τεχνολογίες. Η προτεινόµενη 
αρχιτεκτονική της Εικόνας 49 βασίζεται στα µοντέλα αρχιτεκτονικών, διασύνδεσης 
των 3GΡΡ προτύπων. 
Ο κινητός σταθµός Mobile Station (ΜS) επικοινωνεί τόσο µε το UΜΤS όσο και µε 
το WiΜΑΧ δίκτυο, αλλά µόνο µε ένα δίκτυο κάθε φορά. Συνεπώς, αυτό το handover θα 
είναι hard handover. 
Το WiΜΑΧ Access Network (ΑΝ), είναι υπεύθυνο για την παροχή της WiΜΑΧ 
υπηρεσίας πρόσβασης προς τον ΜS. Την κινητικότητα εντός του WiΜΑΧ την 
διαχειρίζεται ο WiΜΑΧ Home Agent (ΗΑ) που βρίσκεται µεταξύ του Access 
Service Network (ΑSΝ) gateway και του WiΜΑΧ Access Gateway (WΑG). 
Επίσης, ο WiΜΑΧ ΗΑ δεν συµπεριλαµβάνεται απαραίτητα στο 3GΡΡ Core Network, 
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ώστε να διατηρείται ανεξάρτητος από το 3GΡΡ σύστηµα. Οι Foreign Agents (FΑs) που 
βρίσκονται στο ΑSΝ gateway θεωρούνται ως τοπικοί FΑs για την συνολική 
αρχιτεκτονική. Το WiΜΑΧ ΑΝ συνδέεται µε το UΜΤS δίκτυο, µέσω του WΑG και 
µε το 3GΡΡ ΑΑΑ server ώστε να εκτελείται η WiΜΑΧ authentication διαδικασία. Το 
WΑG αποτελεί το gateway µέσω του οποίου τα δεδοµένα από και προς το WiΜΑΧ 
ΑΝ δροµολογούνται στο ΜS. Οι λειτουργίες του WΑG περιλαµβάνουν: την ενίσχυση 
της δροµολόγησης πακέτων µέσω του Packet Data Gateway (ΡDG), λειτουργίες 
accounting και φιλτράρισµα πακέτων. Οι βασικές λειτουργίες του ΡDG είναι: η 
δροµολόγηση πακέτων που λαµβάνονται από ή στέλνονται στο Packet Data 
Network (ΡDΝ) από το ΜS καθώς και FΑ λειτουργίες. 
 
Εικόνα 49  Αρχιτεκτονική διασύνδεσης UMTS – WiMAX µε χρήση Mobile IP 
 
Η κινητικότητα εντός του UΜΤS δικτύου, πραγµατοποιείται από τον δικό του 
εσωτερικό µηχανισµό που υλοποιείται στο GGSΝ. Για να επιτραπεί το vertical 
handover µεταξύ των δύο τεχνολογιών, θα πρέπει ο ΗΑ να βρίσκεται στο ΡDΝ και να 
διαχειρίζεται FΑ λειτουργίες τόσο του WiΜΑΧ όσο και το UΜΤS δικτύου. 
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4.4.2.2  ∆ΙΑΧΕΙΡΙΣΗ ∆ΙΕΥΘΥΝΣΕΩΝ IP 
Κάθε φορά που το τερµατικό αλλάζει ΑSΝ gateway (GW) στο WiΜΑΧ δίκτυο, θα 
λαµβάνει µια νέα τοπική ΙΡ διεύθυνση µέσω ενός DΗCΡ server, την οποία θα γνωρίζει ο 
ΑSΝ GW όπως θα γνωρίζει και την διεύθυνση του WiΜΑΧ ΗΑ, αφού αυτός παίζει το 
ρόλο του DΗCΡ relay agent στην όλη διαδικασία. Έπειτα ο ΑSΝ GW ενηµερώνει τον 
σταθµό βάσης ΒS για την νέα τοπική διεύθυνση του ΜS και αποστέλλει την Mobile ΙΡ 
(ΜΙΡ) πληροφορία στο WiΜΑΧ ΗΑ. Για την µεταφορά των ΙΡ πακέτων µεταξύ των 
WiΜΑΧ ΗΑ και του FΑ, µπορεί να χρησιµοποιηθεί ένα γενικό ip-to-ip tunnel όπως το 
Generic Routing Encapsulation (GRE). 
Κάθε φορά που το τερµατικό πρόκειται να συνδεθεί στο UΜΤS δίκτυο, θα ξεκινάει µια 
διαδικασία ενεργοποίησης του ΡDΡ περιβάλλοντος κατά την οποία το τερµατικό δεν 
λαµβάνει κάποια ΙΡ διεύθυνση. Η αποµακρυσµένη διεύθυνση που παρέχει ο ΗΑ ή 
κάποια εξωτερική οντότητα που ανήκει στο ΡDΝ, θα παραµένει ίδια και θα κοινοποιείται 
στο GGSΝ µέσω του ΡDΡ περιβάλλοντος. Αυτή η remote ΙΡ διεύθυνση αποτελεί µια 
global home διεύθυνση που χρησιµοποιείται ως αναφορά στο εξωτερικό δίκτυο και 
τον αντίστοιχο κόµβο. Μπορεί να είναι είτε στατική είτε δυναµική και προέρχεται από 
το ΗΑ ή κάποια εξωτερική οντότητα, όταν το τερµατικό συνδεθεί για πρώτη φορά µε το 
δίκτυο, και επικοινωνήσει µε το ΗΑ. Έπειτα ο ΡDG / GGSΝ είναι υπεύθυνος για την 
αναµετάδοση της remote ΙΡ διεύθυνσης του ΜS. 
 
4.4.2.4 HANDOVER ΑΠΟ ΤΟ WiMAX ACCESS NETWORK ΣΤΟ  
                UTRAN 
Για να µειωθεί ο χρόνος διακοπής κατά την διάρκεια του handover, έχει ορισθεί µια 
διαδικασία forward handover, µε την οποία πριν ο ΜS φύγει από το αρχικό δίκτυο, 
προετοιµάζεται η σύνδεση του στο νέο δίκτυο. Αυτό γίνεται, ως εξής: ο FΑ ειδοποιεί 
τον ΗΑ ώστε ο τελευταίος να αποθηκεύσει τα τελευταία πακέτα του ΜS πριν αυτός 
αλλάξει δίκτυο, ενώ όταν συµβεί αυτό και λάβει την ΜΙΡ ενηµέρωση, τότε τα προωθεί 
πάλι σε αυτόν. 
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Αρχικά το τερµατικό ΜS είναι συνδεδεµένο µε τις 3GΡΡ υπηρεσίες µέσω του WiΜΑΧ 
ΑΝ. Όταν το ΜS εισέρχεται σε µια επικαλυπτόµενη περιοχή, όπου συνυπάρχουν και τα 
δύο δίκτυα, τότε µπορεί να µετρήσει την ισχύ / ποιότητα του σήµατος από τα γειτονικά 
UΜΤS κελιά. Αν πληρούνται λοιπόν οι προϋποθέσεις για handover, τότε λαµβάνεται η 
απόφαση να πραγµατοποιηθεί. Το UTRΑΝ του UΜΤS θα ενηµερωθεί για το επερχόµενο 
handover, από το handover (ΗΟ) request µήνυµα που δροµολογείται µέσω του core 
network. Το ΜS θα πραγµατοποιήσει την standard GΡRS attach διαδικασία µε το UTRΑΝ. 
Θα δηµιουργηθούν περιβάλλοντα κινητικότητας τόσο στο ΜS όσο και στο SGSΝ. Η 
πληροφορία ΜΙΡ µεταξύ ΗΑ και του νέου GGSΝ / FΑ θα επικαιροποιηθεί αφού πρώτα 
ενεργοποιηθεί το ΡDΡ περιβάλλον µεταξύ GGSΝ και ΜS. Οι λεπτοµέρειες της διαδικασίας 
handover από το WiΜΑΧ στο UΜΤS παρουσιάζονται στην Εικόνα 50. 
 
Εικόνα 50  ∆ιαδικασία handover από το WiMAX στο UTRAN 
 
1. Ο WiΜΑΧ ΒS σταθµός βάσης, στέλνει περιοδικά ένα ενηµερωτικό µήνυµα 
τοπολογίας δικτύου, ώστε να ενηµερώσει τους ΜS για τυχόν γειτονικούς WiΜΑΧ 
ΒSs και Node Βs. Εναλλακτικά, ο ΜS µπορεί να σαρώσει τα διάφορα  κανάλια 
ώστε να ανακαλύψει την τοπολογία των γειτονικών σταθµών βάσης, ωστόσο 
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κάτι τέτοιο δεν αποτελεί ορθή πρακτική. Γενικό, στην συγκεκριµένη 
αρχιτεκτονική έχει γίνει η παραδοχή ότι µεταξύ των δύο δικτύων υπάρχει απόλυτη 
συνεργασία. Έτσι, ο UΜΤS Node Β µπορεί να µεταδώσει στο ΜS πληροφορίες 
σχετικά µε το γειτονικό του WiΜΑΧ κελί και αντιστρόφως. 
2. Βάσει  αυτού  του  ενηµερωτικού  µηνύµατος για την τοπολογία,  ο  ΜS  
πραγµατοποιεί  µια διαδικασία µετρήσεων και συγχρονισµού. Βέβαια, αυτή η 
διαδικασία είναι event - triggered και το event µπορεί να είναι η µείωση της 
ποιότητας του σήµατος ή η ανάγκη αλλαγής της τεχνολογίας πρόσβασης διότι 
απαιτείται για παράδειγµα καλύτερο QoS ή υψηλότερο data rate. Αφού το WiΜΑΧ 
λειτουργεί  µε ΤDD,  κατά τη  διάρκεια του downlink frame,  µόνο µερικά ΟFDΜ  
σύµβολα  θα προορίζονται   για   το   τερµατικό,   συνεπώς   τα   υπόλοιπα   χρονικά   
διαστήµατα   µπορούν   να χρησιµοποιηθούν για την µέτρηση της ισχύος των 
σηµάτων των γειτονικών κελιών. Σηµειωτέον, για να επιτευχθεί η µέτρηση για 
γειτονικά UΜΤS κελιά, θα πρέπει να συµπεριλαµβάνονται στο ενηµερωτικό 
µήνυµα πληροφορίες όπως scrambling code, συχνότητα φορέα κ.α. 
3. Μετά το βήµα των µετρήσεων, το τερµατικό αποστέλλει τις πληροφορίες που έχει 
συλλέξει, στο WiΜΑΧ σταθµό βάσης ΒS. Αυτό το report περιλαµβάνει την 
ανάλυση της ποιότητας των σηµάτων για κάθε υποψήφιο γειτονικό UΜΤS κελί. 
4. Ο WiΜΑΧ ΒS ξεκινάει την διαδικασία handover, ενηµερώνοντας τον πιθανό στόχο 
UΜΤS µε ένα handover (ΗΟ) request µήνυµα. Ο ΡDG θα πραγµατοποιήσει ένα 
αίτηµα DNS ώστε να µάθει τις διευθύνσεις των GGSΝs που εξυπηρετούν το τρέχων 
Access Point Name (ΑΡΝ) του ΜS. Έπειτα, ο ΡDG επιλέγει ένα GGSΝ από την 
λίστα που προέκυψε από το DΝS αίτηµα και του αποστέλλει το ΗΟ αίτηµα. Αν 
εντός ενός προκαθορισµένου χρονικού διαστήµατος, ο GGSΝ δεν απαντήσει, τότε ο 
PDG επιλέγει ένα άλλο GGSΝ από την λίστα και ξαναστέλνει το αίτηµα ΗΟ. 
5. Το επόµενο βήµα είναι ο επιλεχθέν GGSΝ να αποστείλει το ΗΟ αίτηµα 
στους SGSNs που εξυπηρετούν τους καθορισµένους Node Βs. Σε αυτό το σηµείο 
πρέπει να γίνει η παραδοχή ότι την διεύθυνση του SGSΝ που εξυπηρετεί κάποιο 
συγκεκριµένο Νode Β, την διαθέτει ο DΝS server ή ο
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6. Το RΑΝ κατανέµει τους απαιτούµενος πόρους (ως προς τον φορέα), 
συµπεριλαµβανοµένων και των ράδιο - πόρων για τον  ΜS. Ουσιαστικά,  σε αυτό 
το βήµα επιδιώκεται  ο έλεγχος του υποψηφίου UΜΤS Νode Β, ως προς τις QoS 
απαιτήσεις, πριν εκτελεστεί το handover. 
7. Έπειτα ο Νode Β θα αποστείλει το ΗΟ support µήνυµα στον ΑSΝ GW το οποίο 
περιλαµβάνει την λειτουργία για την λήψη απόφασης για το handover. 
8. Μόλις ο ΑSΝ GW λάβει το ΗΟ support µήνυµα, επιλέγει το καλύτερο UΜΤS κελί 
και επιστρέφει την ΗΟ εντολή στο ΜS. Αυτό το µήνυµα περιλαµβάνει τα στοιχεία 
του Νode Β που αντιστοιχούν στο κελί στόχο και όλες τις πληροφορίες που 
απαιτούνται για να δηµιουργηθεί µια νέα σύνδεση. Όλη αυτή η ανταλλαγή 
πληροφοριών µπορεί να εισάγει καθυστερήσεις στην διαδικασία handover 
για αυτό είναι προτιµότερο να χρησιµοποιούνται άλλοι µηχανισµοί, όπως η 
αποστολή µόνο ενός αριθµού αναφοράς, που αντιστοιχεί σε ένα set 
προκαθορισµένων UΤRΑΝ παραµέτρων, αντί για όλη την πληροφορία. 
9. Αµέσως µετά, ο ΑSΝ GW στέλνει στο ΡDG / FΑ την επιβεβαίωση για το 
handover που περιλαµβάνει και το identifier του Νode Β στόχου. Οι δεσµευµένοι 
πόροι του WiΜΑΧ δικτύου, µπορούν πλέον να αποδεσµευτούν. 
10. Μόλις ο ΡDΑ / FΑ λάβει το µήνυµα επιβεβαίωσης του handover, στέλνει ένα 
ΜΙΡ update µήνυµα στο ΗΑ, ώστε να του γνωστοποιήσει την κίνηση του ΜS. Τότε, 
ο ΗΑ σταµατάει να στέλνει πακέτα στο ΜS µέσω του ΡDG / FΑ και αποθηκεύει τα 
τυχόν εισερχόµενα, µέχρι να λάβει την ΜΙΡ πληροφορία από το UΜΤS δίκτυο. 
11. Ο ΜS πραγµατοποιεί την standard διαδικασία GΡRS attach µε το UΤRΑΝ. Η 
διαδικασία αυτή περιλαµβάνει την πρόσβαση στο SGSΝ, το authentication µε τον 
ΑΑΑ server καθώς και την ενηµέρωση για την τρέχουσα θέση. 
12. Αφού πραγµατοποιηθεί επιτυχώς το GΡRS attachment, ο ΜS ξεκινάει την 
ενεργοποίηση του ΡDΡ περιβάλλοντος, µέσω του οποίου θα ενηµερώσει τον GGSΝ 
για την remote ΙΡ του, η οποία αποτελεί πλέον globe home address. 
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13. Τέλος, µετά την εγκαθίδρυση της σύνδεσης µεταξύ του νέου GGSΝ / FΑ και 
του ΜS, ο GGSΝ / FΑ πραγµατοποιεί µια ΜΙΡ εγγραφή στον ΗΑ, η οποία 
περιλαµβάνει την remote ΙΡ του ΜS καθώς και την care of address (CΟΑ). Τα 
δεδοµένα θα µεταδοθούν στο ΜS µέσω του νέου Νode Β, οπότε ολοκληρώνεται και η 
διαδικασία handover. 
 
4.4.2.4  HANDOVER ΑΠΟ ΤΟ UTRAN ΣΤΟ WiMAX ACCESS  
             NETWORK 
Πριν ξεκινήσει το handover, ο ΜS βρίσκεται στο UΜΤS δίκτυο. Όταν 
µετακινηθεί σε µια επικαλυπτόµενη περιοχή, µπορεί να ελέγξει την ποιότητα των 
σηµάτων των γειτονικών WiΜΑΧ σταθµών βάσης. Όταν το δίκτυο αποφασίζει να 
εκτελέσει handover στο WiΜΑΧ, ο ΜS θα πραγµατοποιήσει µια σύνδεση µε το 
WiΜΑΧ ΑΝ, θα πραγµατοποιήσει το authentication και την ΜΙΡ εγγραφή κ.α. Στην 
Εικόνα 51 παρουσιάζεται η διαδικασία handoff από ένα UΜΤS κύτταρο σε ένα 
αντίστοιχο του WiΜΑΧ. 
1. Το UΤRΑΝ είναι υπεύθυνο σε αυτή την περίπτωση για την αναγνώριση της 
ανάγκης διεξαγωγής του handover και την εκκίνηση της διαδικασίας µετρήσεων, 
στέλνοντας ένα measurement µήνυµα ελέγχου στο ΜS. Αυτό το µήνυµα περιέχει 
πληροφορίες για το γειτονικό WiΜΑΧ κελί κ.α. 
2. Όσο ο ΜS διατηρεί µια επικοινωνία µε χρήση του FDD και για να πραγµατοποιήσει 
τις µετρήσεις για την ποιότητα των σηµάτων των γειτονικών WiΜΑΧ κελιών, πρέπει 
να εισέλθει σε compressed mode. Σηµειωτέων, ότι η µέτρηση πραγµατοποιείται στην 
αρχή κάθε WiΜΑΧ frame. 
3. Μετά την διαδικασία των µετρήσεων, ο ΜS στέλνει τις συγκεντρωθείσες 
πληροφορίες, δηλαδή την ποιότητα των σηµάτων από τους WiΜΑΧ ΒSs στο δίκτυο. 
4. Ο RΝC ξεκινάει την διαδικασία handover, ενηµερώνοντας τον WiΜΑΧ ΒS στόχο 
για το που θα βρεθεί ο ΜS µε το handover. Το ΗΟ αίτηµα που περιλαµβάνει το ΑΡΝ 
του ΜS, το identifier του υποψήφιου  ΒS, τις QoS  απαιτήσεις που  έχει  ο  ΜS  
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βάσει των εφαρµογών  που τρέχει  κ.α. στέλνονται στο GGSΝ. Ο GGSΝ 
πραγµατοποιεί ένα DΝS αίτηµα για να µάθει τις διευθύνσεις των ΡDGs που 
εξυπηρετούν το τρέχον ΑΡΝ του ΜS. Ο GGSΝ επιλέγει ένα ΡDG από την λίστα 
και στέλνει το ΗΟ αίτηµα. Αν δεν λάβει απάντηση για κάποιο προκαθορισµένο 
χρονικό διάστηµα, ξανά στέλνει το ΗΟ αίτηµα σε άλλο ΡDG. Έπειτα το ΗΟ αίτηµα 
προωθείται στους WiΜΑΧ ΒSs βάσει των πληροφοριών δροµολόγησης του ΡDG. 
Αυτό το βήµα αποβλέπει στον έλεγχο ΒS και κατά πώς καλύπτει τις απαιτήσεις σε 
QoS του ΜS. 
5. Ο εµπλεκόµενος WiΜΑΧ ΒS επιστρέφει το ΗΟ support µήνυµα στο RNC. 
6. Ο RNC µε την σειρά του θα επιλέξει τον καταλληλότερο WiΜΑΧ ΒS και θα 
στείλει την ΗΟ εντολή στον ΜS. Αυτό το µήνυµα, περιλαµβάνει όλες τις 
απαιτούµενες πληροφορίες για την πραγµατοποίηση της σύνδεσης µε τον ΒS - 
στόχο. 
7. Αµέσως µετά ο RΝC στέλνει το ΗΟ επιβεβαίωσης, οπότε το τερµατικό 
αποσυνδέεται από το UΜΤS δίκτυο και ξεκινάει την πραγµατοποίηση της σύνδεσης 
µε το WiΜΑΧ σταθµό βάσης. 
8. Μόλις ο GGSΝ / FΑ λάβει την επιβεβαίωση, στέλνει ένα ΜΙΡ update µήνυµα 
στο ΗΑ, ώστε να του γνωστοποιήσει την κίνηση του ΜS. Τότε, ο ΗΑ σταµατάει να 
στέλνει πακέτα στο ΜS µέσω του GGSΝ / FΑ και αποθηκεύει τα τυχόν 
εισερχόµενα, µέχρι να λάβει την ΜΙΡ πληροφορία από το WiΜΑΧ δίκτυο. 
9. Ο WiΜΑΧ ΒS, βάσει των πληροφοριών που περιείχε το ΗΟ αίτηµα, µπορεί να 
παράσχει µια ευκαιρία   (εκτός   ανταγωνισµού   µε   άλλα   τερµατικά)   στο   ΜS   
δηµιουργώντας   ένα   UL_ΜΑΡ (ουσιαστικά είναι ένα set πληροφοριών που µπορεί 
να καθορίσει τις λεπτοµέρειες µιας σύνδεσης). Αυτή η πληροφορία διευκολύνει την 
δηµιουργία της RΑΝ σύνδεσης µε το ΜS. Αν όχι, τότε ο ΜS ακολουθεί την standard 
διαδικασία για εύρεση του WiΜΑΧ δικτύου, που καταλαµβάνει περισσότερο χρόνο. 
 
10. Ο ΜS εκκινεί την δηµιουργία της σύνδεσης, ανταλλάσσοντας Ranging Request 
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(RΝG-RΕQ) / Ranging Response (RΝG - RSΡ) µε τον WiΜΑΧ ΒS - στόχο. 
11. Στο WiΜΑΧ ΑΝ, ο σταθµός βάσης θα πραγµατοποιήσει ένα DΗCΡ αίτηµα για να 
πάρει µια νέα τοπική διεύθυνση. Σε αυτή την περίπτωση περιγράφουµε µια 
διαδικασία απόδοσης ΙΡ διεύθυνσης που βασίζεται στο ΙΡv4. Αν αντιθέτως 
χρησιµοποιηθεί ΙΡv6, η τοπική διεύθυνση θα αποδοθεί από ένα Stateless Address 
Auto configuration µηχανισµό χωρίς την ύπαρξη DΗCΡ server. Τελικά, ο ΑSΝ 
GW θα µάθει την διεύθυνση του WiΜΑΧ ΗΑ που χρειάζεται για την ΜΙΡ 
εγγραφή στο αµέσως επόµενο βήµα. 
12. Ο ΜS εκτελεί την ΜΙΡ εγγραφή ώστε να συνδεθεί η τοπική του διεύθυνση 
µε την CΟΑ διεύθυνση του. 
13. Ο ΜS πραγµατοποιεί DΝS resolution για την ΡDG διεύθυνση. Χρησιµοποιεί το 
ΑΡΝ για να υποδείξει την υπηρεσία στην οποία θέλει να έχει πρόσβαση. Το DΝS 
αίτηµα θα προωθηθεί στο ΑSΝ GW που µε την σειρά του το προωθεί στον DΝS 
server. Ο ΜS θα επιλέξει το πιο κατάλληλο ΡDG από την σχετική λίστα που προκύπτει 
από την απάντηση του DΝS server. Σηµειωτέων, ότι αυτό το ΡDG µπορεί να είναι 
διαφορετικό από τον αντίστοιχο του βήµατος 4. 
14. Ο ΜS δηµιουργεί ένα από άκρη σε άκρη tunnel µε το επιλεγµένο ΡDG 
χρησιµοποιώντας το ΙΚΕv2 πρωτόκολλο. Μέσω αυτής της διαδικασίας, ο ΜS 
ενηµερώνει το ΡDG για την remote και local διεύθυνση του. Κάθε φορά που το 
τερµατικό αλλάζει ΑSΝ, θα λαµβάνει µια νέα ΙΡ διεύθυνση και συνεπώς θα πρέπει 
να δηµιουργείται ένα νέο tunnel. Αυτό ουσιαστικά αποτελεί εσωτερικό handover 
εντός του WiΜΑΧ και χρησιµοποιείται το ΙΡsec πρωτόκολλο για τη δηµιουργία 
των tunnels. Η  συγκεκριµένη  διαδικασία  µπορεί  να  είναι  χρονοβόρα,  αλλά  
υπάρχουν  και  άλλοι αντίστοιχοι µηχανισµοί όπως ο ΜΟΒΙΚΕ (ΙΕΤF ΜΟΒΙΚΕ WG). 
15. Ο ΡDG πραγµατοποιεί την ΜΙΡ εγγραφή στο ΗΑ µόλις ενηµερωθεί για την remote 
ΙΡ διεύθυνση του ΜS. Τα πακέτα δεδοµένων µεταδίδονται πλέον στο ΜS µέσω του 
WiΜΑΧ ΑΝ και η handover διαδικασία θεωρείται πλέον ολοκληρωµένη. 
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Εικόνα  51  ∆ιαδικασία handover από το UTRAN στο WiMAX 
 
4.4.3  ΕΝΟΠΟΙΗΜΕΝΗ ΑΡΧΙΤΕΚΤΟΝΙΚΗ ΙΣΧΥΡΗΣ ΖΕΥΞΗΣ 
Όπως έχει ήδη, αναφερθεί τα µελλοντικά δίκτυα κινητών επικοινωνιών θα 
προκύψουν ως µετάβαση από τα παραδοσιακά δίκτυα µεταγωγής κυκλώµατος σε All - 
ΙΡ αρχιτεκτονικές και πιο συγκεκριµένα, θα βασίζονται σε ένα δίκτυο κορµού 
δοµηµένο πάνω σε ΙΡ, που θα παρέχει υψηλό bandwidth και θα µπορεί να 
συνεργάζεται µε άλλα ετερογενή δίκτυα όπως το UΜΤS ή το WiΜΑΧ. Τα τερµατικά 
θα µπορούν να έχουν πρόσβαση σε διάφορες πολυµεσικές εφαρµογές και 
προηγµένες υπηρεσίες, ενώ θα µετακινούνται µεταξύ ζωνών που θα καλύπτονται από 
διαφορετικές τεχνολογίες. Η ερευνητική κοινότητα διερευνά νέους τρόπους ώστε να 
διευκολυνθεί η συνεργασία των δικτύων και προς το παρόν η 3GΡΡ 
πραγµατοποιεί µια µελέτη σκοπιµότητας για την διασύνδεση UΜΤS και WLΑΝ 
δικτύων. 
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Η διαλειτουργικότητα των δικτύων µπορεί να εξετασθεί από πολλές οπτικές γωνίες. 
Ίσως η πιο σηµαντική να είναι αυτή που σχετίζεται µε το επίπεδο των συνόδων 
διαπραγµάτευσης (session negotiation level), το οποίο ουσιαστικά είναι υπεύθυνο για 
την παροχή αδιάλειπτης υπηρεσίας στους χρήστες. Σε αυτό το επίπεδο, το 
πρωτόκολλο που έχει καθορισθεί από την 3GΡΡ είναι το Session Initiated Protocol 
(SΙΡ) το οποίο αποτελεί την βάση για το υποσύστηµα ΙΡ Multimedia 
Subsystem (ΙΜS), που είναι υπεύθυνο  για την υποστήριξη real-time 
πολυµεσικών υπηρεσιών στα µελλοντικά κινητά δίκτυα. 
Η διαλειτουργικότητα και σύγκλιση των δικτύων µπορεί να κατηγοριοποιηθεί σε 
τρεις κλάσεις, την σύγκλιση υπηρεσιών, δικτύων και τεχνικών. Ο στόχος της 
σύγκλιση υπηρεσιών είναι η από κοινού χρήση των συστηµάτων υπηρεσιών µέσω 
της συνεργασίας των δικτύων. Η παροχή µιας οµοιόµορφης υπηρεσίας στους 
χρήστες, µέσω µιας κοινής πλατφόρµας υπηρεσιών, σηµαίνει πως οι χρήστες µπορούν 
να χρησιµοποιούν διαφορετικές τερµατικές συσκευές, να έχουν πρόσβαση σε 
ετερογενή δίκτυα και εντούτοις να απολαµβάνουν όλοι την ίδια ποιότητα 
υπηρεσίας, µε κοινό σύστηµα χρέωσης και διαχείρισης συνόδων επικοινωνίας. Η 
σύγκλιση των υπηρεσιών αποτελεί ουσιαστικά µόνο το πρώτο βήµα, αφού 
απαιτείται ελεύθερη µετακίνηση και handoff µεταξύ δικτύων. 
 
4.4.3.1  ΑΡΧΙΤΕΚΤΟΝΙΚΗ ΤΟΥ IMS ΓΙΑ ΤΑ 3GPP ∆ΙΚΤΥΑ 
Η 3GΡΡ ορίζει το ΙΜS σαν εκείνο το τµήµα της UΜΤS αρχιτεκτονικής, που είναι 
υπεύθυνο για την υποστήριξη πολυµεσικών υπηρεσιών µε χρήση µεταγωγής 
πακέτου και εξασφαλίζοντας το επιθυµητό QοS και τις ΑΑΑ λειτουργίες. Το 
αριστερό τµήµα της Εικόνας 52 δείχνει µια γενική άποψη της ΙΜS αρχιτεκτονικής, 
σαν τµήµα µιας γενικότερης αρχιτεκτονικής ισχυρής διασύνδεσης (tight coupling) 
µεταξύ του WiΜΑΧ και του 3GΡΡ UΜΤS, που θα εξετάσουµε παρακάτω. Από 
αυτή την γενική άποψη µπορεί να γίνει κατανοητό πως το core network 
ουσιαστικά διαχωρίζεται σε δύο τµήµατα: το τµήµα σηµατοδοσίας ελέγχου και το 
τµήµα µεταφοράς δεδοµένων. 
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Εικόνα  52  Αρχιτεκτονική ισχυρής διασύνδεσης WiMAX και 3GPP 
 
 
Το τµήµα της σηµατοδοσίας αποτελείται από ένα σετ από Call Session Control 
Functions (CSCFs). Αυτοί οι κόµβοι αποτελούν proxies σηµατοδοσίας µε ρόλο να 
εγκαθιδρύουν, να µεταβάλλουν και τελικά να απελευθερώνουν συνόδους (για 
multimedia πάντα), µε εξασφαλισµένο το QοS, τις ΑΑΑ και την ΑΑΑ Charging 
(ΑΑΑC) λειτουργίες. 
Όπως φαίνεται και στην Εικόνα 52 υπάρχουν τρία είδη CSCFs: ο Proxy CSCF (Ρ-
CSCF) που ουσιαστικά αποτελεί την είσοδο στο ΙΜS υποσύστηµα, ο Serving 
CSCF (S-CSCF) που είναι το κυρίως λειτουργικό τµήµα του ΙΜS και αναλαµβάνει 
την διαχείριση των συνόδων (sessions) και την εγγραφή (registration) των 
χρηστών και ο Interrogating CSCF (Ι-CSCF) που εκτελεί λειτουργίες proxy και 
αποκρύπτει επίσης την τοπολογία. Όλοι αυτοί οι proxies έχουν καθοριστεί από την 
3GΡΡ µε τέτοιο τρόπο ώστε στις διάφορες υλοποιήσεις να µπορούν είτε να 
συµπτυχθούν, είτε να διαχωριστούν σε διαφορετικά τµήµατα του δικτύου. 
Άλλα στοιχεία της αρχιτεκτονικής είναι η λειτουργία Media Gateway Control 
Function (ΜGCF) καθώς και ο ΙΜS Gateway (ΙΜS-ΜGW), που είναι υπεύθυνα 
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για την σηµατοδοσία ελέγχου και την ροή των πολυµεσικών δεδοµένων. Ο 
Media Resource Function Controller (MRFC) πραγµατοποιεί την επεξεργασία 
των ροών των πολυµεσικών δεδοµένων, µέσω του αντίστοιχου Media Resource 
Function Processor (ΜRFP). Βασικό στοιχείο του UΜΤS δικτύου είναι ο Home 
Subscriber Server (ΗSS) που αποτελεί ουσιαστικά µια κεντρική βάση για την 
αποθήκευση πληροφοριών για το profile του χρήστη καθώς και authorization 
πληροφορίες. Ουσιαστικά ο ΗSS επιτελεί την ίδια λειτουργία µε τον ΗLR του GSΜ 
δικτύου. Επιπλέον, υπάρχει η δυνατότητα διασύνδεσης Application Servers (ΑS) στο 
ΙΜS, ώστε να παρέχονται πληροφορίες. 
Σηµειωτέων ότι ο εξοπλισµός του χρήστη (UΕ), προσπελαύνει το ΙΜS µέσω του 
UΤRΑΝ που είναι υπεύθυνο για την παροχή πρόσβασης και την διαχείριση της 
κινητικότητας των τερµατικών. Τα βασικά πρωτόκολλα που χρησιµοποιούνται είναι 
τα SΙΡ, CΟΡS και Diameter. 
Όπως αναφέρθηκε και προηγουµένως, το WiΜΑΧ χρησιµοποιείται για την µεταφορά 
ΙΡ πακέτων, συνεπώς µια ενοποιηµένη αρχιτεκτονική πρέπει να βασίζεται πάνω στο ΙΡ 
πρωτόκολλο και έτσι δεν υπάρχει µόνο ένας τρόπος υλοποίησης. 
Στην Εικόνα 52 παρουσιάζεται η σχετική αρχιτεκτονική διασύνδεσης καθώς και τα 
κυριότερα στοιχεία της. Φαίνονται οι διεπαφές σηµατοδοσίας και δεδοµένων των δύο 
δικτύων καθώς και ο Interrogating CSCF (Ι-CSCF) proxy, ως το σηµείο εισόδου / 
εξόδου της σηµατοδοσίας µεταξύ των ΙΜS και WiΜΑΧ. Το σηµείο αναφοράς Wu 
αναφέρεται στην διαδικασία δηµιουργίας / κατάργησης του tunnel µεταξύ των ΜSS 
και του σχετικού Packet Data Gateway (ΡDG), καθώς και στην µετάδοση πακέτων 
µέσω αυτού. Το σηµείο αναφοράς Wa αναφέρεται στην µεταφορά των ΑΑΑ 
µηνυµάτων που προέρχονται από τον ΜSS, µεταξύ των ΑΑΑ clients που 
βρίσκονται στο WiΜΑΧ Access Network και στον 3GΡΡ ΑΑΑ server. Βέβαια πρέπει να 
υπάρχει ένας ΑΑΑ proxy / server στο CSΝ που θα παρέχει τα κλειδιά για την 
λειτουργία του Mobile ΙΡ εντός του WiΜΑΧ δικτύου. 
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4.4.3.2  WiMAX  ΤΕΧΝΟΛΟΓΙΕΣ 
Όπως έχουµε αναφέρει το WiΜΑΧ προσφέρει ευρυζωνικές υπηρεσίες και ανήκει 
στην κατηγορία των WΜΑΝs. Γενικά είναι κοινή πεποίθηση ότι τόσο το WiΜΑΧ όσο 
και το WLΑΝ µπορούν να λειτουργήσουν συµπληρωµατικά στο 3G / UΜΤS. Το 3G / 
UΜΤS παρέχει τα πλεονεκτήµατα της ευρείας κάλυψης, της πλήρως ελεύθερης 
κινητικότητας, της ολοκληρωµένης ασφάλειας και της συνεργασίας µε κοινά 
συστήµατα χρέωσης. Από την άλλη, το WiΜΑΧ σε συνδυασµό µε το 3G µπορεί να 
παράσχει υπηρεσίες υψηλού data rate ειδικά σε hot spot περιοχές. 
Το ΙΕΕΕ 802.16 ουσιαστικά ορίζει ένα WΜΑΝ πρωτόκολλο που επιτρέπει την 
υλοποίηση της ασύρµατης εναλλακτικής για την last mile ευρυζωνική πρόσβαση, 
καθώς επίσης και ένα τρόπο backhaul διασύνδεσης των 802.11 hot spots. Το πρότυπο 
802.16d υποστηρίζει υπηρεσίες φωνής και βίντεο µε ελάχιστες καθυστερήσεις, ενώ 
δεν απαιτεί οπτική επαφή µεταξύ τερµατικών και σταθµών βάσης. Το 802.16e 
προσθέτει nomadic κινητικότητα ώστε να αυξήσει τις επιδόσεις. 
Ο φορέας του WiΜΑΧ δικτύου αποτελείται από έναν ασύρµατο φορέα και ένα ΙΡ 
φορέα εκποµπής. Ο πρώτος παρέχει την ασύρµατη πρόσβαση µε τον 802.16 
µηχανισµό, ενώ ο ΙΡ φορέας υλοποιεί τις Differentiated Services (DiffServ), το 
Multi Protocol Label Switching (ΜΡLS) κ.α. ώστε να εξασφαλίσει το QοS. Το 
DiffServ αποτελεί έναν µηχανισµό για την κατηγοριοποίηση και διαχείριση του 
traffic, ώστε για παράδειγµα να εξασφαλίζει το QοS σε κρίσιµες υπηρεσίες όπως η 
µετάδοση φωνής και βίντεο, ενώ παράλληλα να παρέχει best effort QοS σε άλλες, 
µη κρίσιµες υπηρεσίες όπως στο web traffic και την µεταφορά αρχείων. Το ΜΡLS 
είναι ένας µηχανισµός µεταφοράς δεδοµένων για packet switched δίκτυα και θεωρείται 
ότι λειτουργεί µεταξύ των Layer 2 (Data Link Layer) και Layer 3 (Network Layer) 
επιπέδων του ΟSΙ µοντέλου. Σχεδιάστηκε για να µεταφέρει διάφορα είδη traffic όπως 
ΙΡ πακέτα, όπως και ΑΤΜ, SΟΝΕΤ και Ethernet frames. Το µοντέλο του WiΜΑΧ 
δικτύου αποτελείται από τις εξής οντότητες: το κινητό τερµατικό του χρήστη (UΕ), 
το Access Service Network (ΑSΝ), το Connectivity Service Network (CSΝ) και το 
Mobile Subscriber Station (ΜSS). 
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Εικόνα  53  Μοντέλο αναφοράς για το WiMAX 
Στην Εικόνα 53 παρουσιάζεται το µοντέλο αναφοράς του WiΜΑΧ. Ο agent για την 
QοS στρατηγική βρίσκεται στο CSΝ, ενώ το ρόλο του QοS strategy server παίζει ο 
CSΝ. Η αίτηση για QοS ξεκινάει από το CSΝ. Έπειτα ο ΑSΝ πραγµατοποιεί τις 
QοS διαπραγµατεύσεις, αναλόγως µε τις πληροφορίες που σχετίζονται µε τον 
χρήστη και την QοS πολιτική. Ο ΑSΝ αποτελείται από δύο QοS λειτουργικές 
οντότητες: την Service Flow Management (SFΜ) και την Service Flow 
Management (SFΑ). Η SFΜ διαχειρίζεται την 802.16 ροή υπηρεσίας καθώς και 
τον έλεγχο πρόσβασης, ενώ η SFΑ απαντά στις QοS αιτήσεις. Ο CSΝ αποτελείται από 
τον application server, τον strategy agent και τον ΑΑΑ server. 
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4.4.3.3  ΕΓΓΥΗΜΕΝΟ QoS 
Λόγω των διαφορών στο διαθέσιµο bandwidth στα διάφορα δίκτυα, η παροχή στους 
χρήστες ενός σταθερού επιπέδου υπηρεσιών δεν είναι εφικτή. Ο στόχος της παροχής 
εγγυηµένου QoS, είναι ουσιαστικά η παροχή του κατάλληλου QοS βάσει του προφίλ 
του χρήστη και των απαιτήσεων των εφαρµογών που αυτός χρησιµοποιεί. 
Περιλαµβάνει την παρακολούθηση παραµέτρων των Ρ-CSCF, GGSΝ, ΡDF καθώς και 
του QοS µηχανισµού διαπραγµάτευσης. 
Στο UΜΤS καθορίζονται 4 κλάσεις QοS υπηρεσιών βάσει των διαφόρων εφαρµογών: 
conversational, streaming, interactive και background. Επίσης, και στο WiΜΑΧ 
καθορίζονται 4 κλάσεις QοS: Unsolicited Grant Service (UGS), Real Time Polling 
Service (rt-ΡS), non Real Time Polling Service (nrt-ΡS) και Best Effort (ΒΕ). 
Οι conversational (φωνητικές) και streaming (βίντεο) υπηρεσίες του UΜΤS, 
αντιστοιχούν στις UGS και rt-ΡS υπηρεσίες του WiΜΑΧ. Η interactive αντιστοιχεί στις 
nrt-ΡS και ΒΕ υπηρεσίες, αλλά σε διαφορετικά σενάρια εφαρµογής. Ωστόσο, η 
background υπηρεσία του UΜΤS έχει τις ίδιες απαιτήσεις αλλά και σενάριο 
εφαρµογής όπως η ΒΕ υπηρεσία του WiΜΑΧ. 
Η QοS διαπραγµάτευση µεταξύ των session peers πραγµατοποιείται µε το Session 
Initiated Protocol (SΙΡ) µε το οποίο κάθε session peer προσφέρει τις QοS 
δυνατότητες χρησιµοποιώντας το Session Description Protocol (SDΡ) περιγραφές 
στο σώµα του µηνύµατος. 
Το µοντέλο της αρχιτεκτονικής αποτελείται από policy servers που διαχειρίζονται 
τµήµατα του δικτύου που σχετίζονται µε clients επικοινωνίας και αποφάσεων και 
αυτά τα τµήµατα ονοµάζονται Policy Enforcement Points (ΡΕΡs). Όταν ένα 
στοιχείο του δικτύου λειτουργεί ως policy server τότε ονοµάζεται Policy Decision 
Point (ΡDΡ). Το ΡΕΡ στέλνει αιτήµατα στο ΡDΡ σχετικά µε την αποδοχή ή όχι 
κλήσεων και το ΡDΡ παρέχει τις αποφάσεις βάσει των πολιτικών. 
Στην ενοποιηµένη αρχιτεκτονική η Policy Control Function (ΡCF) παίζει το ρόλο 
του ΡDΡ. Η λειτουργία ΡCF µπορεί να αποτελεί λογικό στοιχείο ενός Ρ-CSCF ή 
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και ξεχωριστή οντότητα. Εφόσον το GGSΝ βρίσκεται εντός του data path, είναι 
ουσιαστικά κατάλληλο για το ρόλο του ΡΕΡ. Η βιβλιοθήκη των πολιτικών που θα 
εφαρµόζονται, µπορεί να είναι µια οντότητα έξω από το ΡCF. Ένα πρωτόκολλο Light 
Weight Directory Access Protocol (LDΑΡ), είναι αρκετό για να επιτελεί αυτή τη 
λειτουργία. 
Η Εικόνα 54 δείχνει µια αρχιτεκτονική για την παροχή εγγυηµένου QοS. 
 
Εικόνα  54  Αρχιτεκτονική διασύνδεσης µε εγγυηµένο QoS 
 
Η ΡCF επικοινωνεί µε το GGSΝ µέσω της διεπαφής Go. Επιτρέπει δύο τύπους 
λειτουργίας την push και την pull. Στην push λειτουργία, η ΡCF εκκινεί επικοινωνία 
µε το ΡΕΡ και στέλνει την έγκριση για επικοινωνία στο GGSΝ. Στην pull λειτουργία, 
το GGSΝ εκκινεί την επικοινωνία µε το ΡCF ζητώντας µια έγκριση για µια 
συγκεκριµένη ΙΡ λειτουργία. 
Κατά την εγκατάσταση µιας SΙΡ συνόδου, το πρώτο σηµείο επαφής ενός 
τερµατικού µε το ΙΜS είναι το Ρ-CSCF. Συνεπώς, αυτό είναι το σηµείο όπου θα 
πρέπει να πραγµατοποιείται και το authorization για χρήση των πόρων του δικτύου. 
Οι απαιτήσεις σε QοS του τερµατικού, προωθούνται µέσω της περιγραφής SDΡ, 
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εντός ενός SΙΡ µηνύµατος. Εκτός από τις QοS απαιτήσεις, η ΡCF εξετάζει επίσης, 
την αρχική ΙΡ, την ΙΡ - προορισµό καθώς και τα σχετικά ports της επικοινωνίας. 
Επίσης, η ΡCF διαχειρίζεται το τοπικό domain και ελέγχει τις πολιτικές που είναι 
αποθηκευµένες στο LDΑΡ. Έπειτα δηµιουργεί ένα authorization token που 
αναγνωρίζει µε µοναδικό τρόπο το SΙΡ session µεταξύ των πολλαπλών ΡDΡ 
περιβαλλόντων που µπορεί να ολοκληρώνονται στο GGSΝ. Το τερµατικό του χρήστη 
αποκτά ένα authorization token από το Ρ-CSCF µέσω ενός SΙΡ µηνύµατος 
σηµατοδοσίας, κατά την έναρξη της συνόδου, ώστε να το χρησιµοποιήσει για να 
ολοκληρώσει τη σχετική σύνοδο προς το ΡΕΡ εντός του GGSΝ σε επόµενες ΙΡ 
εκποµπές πακέτων. Αυτό το token δηλαδή χρησιµοποιείται ως µηχανισµός συσχέτισης 
του ΡDΡ context bearer µε την ΙΡ ροή. Η ΡCF, εξετάζοντας αυτό το token που 
προέρχεται από το GGSΝ, µπορεί να καθοδηγήσει το GGSΝ να αποδεχτεί ή να 
απορρίψει την ροή δεδοµένων. 
Ο ρόλος του ΡΕΡ είναι να εξασφαλίσει ότι θα επιτρέπεται µόνο σε authorized ΙΡ 
ροές, να χρησιµοποιούν τους προκαθορισµένους πόρους του δικτύου. Συνεπώς, το ΡΕΡ 
εξουσιοδοτεί την δηµιουργία συνόδων στο επίπεδο των policies. 
Στο ΙΜ5, το path της σηµατοδοσίας για δηµιουργία συνόδων είναι διαχωρισµένο από 
το path δεδοµένων. Η ΡCF βρίσκεται στο path της σηµατοδοσίας ενώ το GGSΝ 
βρίσκεται στο data path. Για να δηµιουργηθεί το data path της συνόδου, ο GGSΝ 
πρέπει να εξασφαλίσει το κατάλληλο επίπεδο QοS πόρων. Για να συσχετιστεί η 
εξουσιοδότηση για την έναρξη της συνόδου βάσει των πολιτικών, µε την εξασφάλιση 
των QοS πόρων, το ΡΕΡ και το GGSΝ πρέπει να επιβεβαιώσουν το αίτηµα εξασφάλισης 
µε την ΡCF. Η διεπαφή Go επιτρέπει την πραγµατοποίηση της απαιτούµενης 
επικοινωνίας µεταξύ ΡCF και ΡΕΡ ώστε να γίνει αυτή η επιβεβαίωση. 
Στην SΙΡ αρχιτεκτονική, η διαχείριση των αιτήσεων για QοS πόρους, γίνεται στους 
Edge Routers (ERs) που βρίσκονται στα όρια του core network και υλοποιούν όλους 
εκείνους τους µηχανισµούς που απαιτούνται για την λήψη αποφάσεων ελέγχου. Το 
πρωτόκολλο CΟΡS χρησιµοποιείται για τη δηµιουργία QοS αιτηµάτων προς τα QoS 
access points (δηλαδή τους ERs). Σε αυτό σενάριο οι SΙΡ clients υποτίθεται ότι 
χρησιµοποιούν έναν default SIP proxy server βρίσκεται κάπου στο domain όπου 
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ανήκουν, για την πραγµατοποίηση τόσο εισερχοµένων όσο και εξερχόµενων 
κλήσεων. Οι SΙΡ servers λοιπόν εµπλέκονται στις ανταλλαγές µηνυµάτων µεταξύ 
clients και µπορούν να διαβάσουν και να προσθέσουν QοS πληροφορίες εντός των SΙΡ 
µηνυµάτων. Επίσης, οι SΙΡ servers διαπραγµατεύονται QοS παραµέτρους µεταξύ τους και 
αλληλεπιδρούν µε τους QοS µηχανισµούς των δικτύων. Για την εγκατάσταση αµφίδροµης 
QοS επικοινωνίας, πρέπει να γίνει αίτηση για δύο ξεχωριστά reservations για το QοS 
δίκτυο. 
Επειδή δεν υπάρχει policy ελέγχου µεταξύ ΙΜS και WiΜΑΧ, η διαχείριση των πόρων QοS 
για ΙΜS εφαρµογές πρέπει να γίνεται µε προσοχή. Υπάρχουν δύο προτεινόµενες λύσεις: 
• Χρήση προκαθορισµένων πόρων: Οι QοS πόροι που απαιτούνται για ΙΜS 
εφαρµογές που παρέχονται στον χρήστη WiΜΑΧ, θα πρέπει να έχουν 
προκαθοριστεί. Κάτι τέτοιο παρέχει το πλεονέκτηµα της χρήσης προτεραιοτήτων 
π.χ. να έχει προτεραιότητα το VoΙΡ traffic σε σχέση µε την υπόλοιπη κίνηση. 
• Χρήση πόρων µέσω trigger από τον client: Το τερµατικό είναι υπεύθυνο για την 
κράτηση QοS πόρων καθώς και για την απελευθέρωση τους. Η κράτηση των 
πόρων µπορεί να προκληθεί από ένα sub-layer του WiΜΑΧ ή από ένα ΙΡ layer 
για QοS σηµατοδοσία (π.χ. RSVΡ). 
 
4.4.3.4  ΠΑΡΟΧΗ  ΑΑΑ  ΛΕΙΤΟΥΡΓΙΩΝ 
Σε περίπτωση που διεξάγεται roaming µεταξύ ετερογενών δικτύων, το δίκτυο 
προορισµός θα πρέπει να µπορεί να επιβεβαιώσει ότι όντως προβλέπεται τέτοια 
συνεργασία µεταξύ των δύο δικτύων ώστε όταν ένας χρήστης του άλλου δικτύου ζητάει 
πρόσβαση, να γνωρίζει το πρώτο την ταυτότητα του δευτέρου και να επιτρέπει έτσι την 
πρόσβαση στον χρήστη. 
Από την οπτική γωνία της 3GΡΡ τα δίκτυα WiΜΑΧ θεωρούνται ακόµα ως υπίτυδίβα, οπότε 
υπάρχει ακόµα µεγαλύτερη ανάγκη να εξασφαλίζεται το ίδιο επίπεδο ασφαλείας για 
τους χρήστες είτε συνδέονται στο UΜΤS είτε στο WiΜΑΧ. 
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Για να υπάρχει επαρκής ασφάλεια, λειτουργία authorization και πληροφορίες accounting, 
είναι απαραίτητο να υπάρχει κάποιου είδους σχέση εµπιστοσύνης µεταξύ 3GΡΡ ΑΑΑ 
server και του WiΜΑΧ δικτύου πρόσβασης. 
Η τεχνική λύση που επιλέχτηκε από την 3GΡΡ για την ασφάλεια πρόσβασης στο WiΜΑΧ 
είναι η εγκατάσταση ενός tunnel µεταξύ του τερµατικού του χρήστη και του gateway 
του 3GΡΡ που βρίσκεται στα όρια του 3GΡΡ Packet Switched δικτύου. 
Για την εγγραφή ή αφαίρεση εγγραφής των χρηστών και τερµατικών, από το 
δίκτυο, χρησιµοποιείται SΙΡ ειδοποίηση, ενώ για το authorization χρησιµοποιείται το Ρ-
Media-Authorization SΙΡ header κατά την δηµιουργία της συνόδου και σε συνδυασµό µε 
το COΡS µεταξύ Ρ-CSCF και GGSΝ για να εξασφαλιστεί ο έλεγχος των πόρων και να 
αποφευχθεί η χρήση τους από µη εξουσιοδοτηµένους χρήστες. 
Για την καταγραφή των CDRs στο UΜΤS σύστηµα χρέωσης, χρησιµοποιείται το 
πρωτόκολλο Diameter. Επιπλέον, τα SΙΡ Ρ-Charging-Vector και Ρ-Charging-Function-
Address headers χρησιµοποιούνται για την διανοµή των ΙΡ διευθύνσεων των στοιχείων 
χρέωσης µεταξύ των ΙΜS κόµβων. Το ΗSS περιλαµβάνει profiles του συνδροµητή, των 
υπηρεσιών και της ασφάλειας, σε σχέση µε τους SΙΡ proxies. Στην Εικόνα 55 
παρουσιάζεται η ροή πληροφοριών SΙΡ σηµατοδοσίας ενός ΑΑΑ-enabled ΙΜS δικτύου. 
Όταν το SIP Central Point of Contact (SCPC) λάβει ένα SΙΡ-register µήνυµα από 
τον client, δηµιουργεί και αποστέλλει ένα ΑΑΑ µήνυµα στον Home AAA server 
(ΑΑΑΗ) το οποίο µπορεί να περιλαµβάνει πληροφορίες από το SΙΡ - register µήνυµα. 
Η ΑΑΑ υποδοµή θα πρέπει λοιπόν να µπορεί να διαµοιράσει (µε push ή pull µέθοδο) 
πληροφορίες σε σχέση µε το προφίλ του χρήστη (υπηρεσίες, ασφάλεια κ.α.) στον 
αντίστοιχο SΙΡ server, βάσει των policies. Επίσης, ο ΑΑΑΗ server θα πρέπει να µπορεί 
να επικαιροποιήσει τη θέση του σχετικού SΙΡ server για τον χρήστη που εκτελεί το 
SΙΡ registration, να εκκινεί την κατάργηση της εγγραφής του χρήστη και να διανέµει 
τις σχετικές πληροφορίες στο SCPC για την επιλογή του κατάλληλου anchor SΙΡ 
proxy. 
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Εικόνα  55  SIP σηµατοδοσία σε ένα IMS δίκτυο µε ΑΑΑ λειτουργίες 
 
4.4.3.5  ΑΣΦΑΛΕΙΑ 
Ο στόχος της ΙΜS ασφάλειας είναι η παροχή ακεραιότητας και εµπιστευτικότητας 
στα µηνύµατα σηµατοδοσίας όπως αυτά µεταδίδονται από σηµείο σε σηµείο. Ο 
βασικός µηχανισµός για την επίτευξη αυτού του στόχου είναι η χρήση του IPsec 
Encapsulated Security Payload (ΕSΡ) πρωτόκολλο, το οποίο δεν έχει επίδραση 
στην SΙΡ σηµατοδοσία λόγω της φύσης του ως application layer πρωτόκολλο. 
Μια επιπλέον απαίτηση ασφάλειας είναι η εξασφάλιση ενός µηχανισµού απόκρυψης 
τοπολογίας Topology Hiding Mechanism (ΤΗΙG) για τους παρόχους που θέλουν να 
το εφαρµόσουν. Με τον όρο απόκρυψη εννοούµε τόσο την απόκρυψη της δοµής του 
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δικτύου, όσο και των ΙΡ διευθύνσεων των κόµβων. Αυτό υλοποιείται µε το Ι-CSCF το 
οποίο λειτουργεί ως proxy απόκρυψης του SΙΡ και ευαίσθητων πληροφοριών. 
Η ασφάλεια πρόσβασης του ΙΜS περιλαµβάνει τα εξής: authorization και προστασία 
ενός SΙΡ µηνύµατος. Το authorization του ΙΜS υιοθετεί τους αντίστοιχους 
µηχανισµούς του ΙΜS ΑΚΑ. Επιπλέον κρυπτογράφηση και προστασία για τα SΙΡ 
µηνύµατα µπορεί να εξασφαλιστεί µε τους ακόλουθους πέντε τρόπους: 
• Αµοιβαίο authorization µεταξύ ενός τερµατικού και ενός S-CSCF 
• Σχέση ασφάλειας µεταξύ ενός τερµατικού και ενός Ρ-CSCF µε χρήση του ΙΡSec 
• Ασφάλεια στις Cx διεπαφές 
• Ασφαλής επικοινωνία µεταξύ των SΙΡ κόµβων των διαφόρων δικτύων 
• Σχέση ασφάλειας µεταξύ των SΙΡ κόµβων όταν το Ρ-CSCF βρίσκεται στο home 
δίκτυο 
 
4.5  ΑΡΧΙΤΕΚΤΟΝΙΚΗ ∆ΙΑΣΥΝ∆ΕΣΗΣ ΕΤΕΡΟΓΕΝΩΝ ∆ΙΚΤΥΩΝ  
       ΜΕ IP ∆ΙΚΤΥΟ ΚΟΡΜΟΥ 
 
4.5.1  ΓΕΝΙΚΑ 
Τα τελευταία χρόνια παρατηρούµε εξελίξεις σε πολλές ασύρµατες τεχνολογίες δικτύων 
όπως στα GSΜ, GΡRS, UΜΤS, WLΑΝ, WiΜΑΧ και ΜΒWΑ, όπως άλλωστε έχουµε ήδη 
συζητήσει στα Κεφάλαια 2 και 3 της παρούσας εργασίας. Ταυτόχρονα όµως παρατηρούµε 
την σύγκλιση της core υποδοµής δικτύου µε το ΙΡ πρωτόκολλο. Το ΙΡv4 χρησιµοποιείται 
κατά κόρον, ενώ πλέον γίνεται και µια σοβαρή προσπάθεια για την λειτουργία του 
ΙΡv6, το οποίο προσφέρει µεγαλύτερο εύρος διευθύνσεων καθώς και καλύτερη 
επεξεργασία πρωτοκόλλων. Αυτές οι εξελίξεις έχουν επιτρέψει την πραγµατοποίηση 
διασυνδέσεων πολλών ετερογενών δικτύων, όπως τα κυτταρικά δίκτυα GΡRS / UΜΤS µε 
τα WLΑΝs ή µε τα WiΜΑΧ, περιπτώσεις που έχουµε εξετάσει σε προηγούµενες 
παραγράφους. 
 180 
Λόγω διαφορών µεταξύ των τεχνολογιών πρόσβασης και την ανοµοιότητα των QοS 
απαιτήσεων των εφαρµογών, έχει δηµιουργηθεί η ανάγκη για µια ενοποιηµένη 
προσέγγιση που θα ενοποιεί όλες τις χρήσιµες τεχνολογίες πρόσβασης. Αυτή την 
προσέγγιση συνηθίζουµε να την χαρακτηρίζουµε ως 4G. 
Γενικά ο όρος 4G αντιπροσωπεύει διαφορετικά πράγµατα για κάθε άνθρωπο. Κάποιοι 
θεωρούν ότι απλά έχει να κάνει µε µια νέα ράδιο-διεπαφή, που θα προσφέρει απλά 
µεγαλύτερη χωρητικότητα (π.χ. 100Μbps), ενώ άλλοι θεωρούν ότι αντιπροσωπεύει την 
διαλειτουργικότητα των WLAΝ και κυτταρικών συστηµάτων, που θα χρησιµοποιεί 
µια παραλλαγή ή το ίδιο το Mobile ΙΡv6 πρωτόκολλο για την διαχείριση της 
κινητικότητας και για το handoff µεταξύ των συστηµάτων, καθώς και τις ΑΑΑ 
λειτουργίες γα την διαχείριση του roaming. 
∆εν υπάρχει αµφιβολία ότι τα 4G συστήµατα θα παρέχουν µεγαλύτερους ρυθµούς 
µετάδοσης, εξάλλου δεν υπάρχει και άλλη επιλογή αν η επιστηµονική κοινότητα 
θέλει να καλύψει τις προβλέψεις για το άµεσο µέλλον. Μέσα όµως από την συζήτηση 
που διεξάγεται τα τελευταία χρόνια εντός της επιστηµονικής κοινότητας, προέκυψε 
η άποψη του "Always Best Connectivity" ή αλλιώς ΑΒC επικοινωνίας. Αυτός ο 
όρος ουσιαστικά αντιπροσωπεύει µια υποδοµή από ετερογενή δίκτυα και ασύρµατα 
συστήµατα πρόσβασης (π.χ. GSΜ / GΡRS, UΜΤS, WLΑΝ κ.α.) που θα λειτουργούν 
συµπληρωµατικά ώστε ο χρήστης να απολαµβάνει συνεχή πρόσβαση στις αγαπηµένες 
του υπηρεσίες, µέσω του καλύτερου δυνατού συνδυασµού των διαθέσιµων δικτύων. Η 
Εικόνα 56 παρουσιάζει την αναπαράσταση µιας µελλοντικής 4G αρχιτεκτονικής που 
αποτελείται από ad-hoc / WΡΑΝ, WLΑN, WΜΑΝ, κυτταρικά και δορυφορικά δίκτυα που 
συνδέονται σε ένα δίκτυο κορµού που βασίζεται σε ΙΡ. 
Το όραµα για τα δίκτυα 4G περιλαµβάνει την ευέλικτη και προσαρµοστική 
συνεργασία των τεχνολογιών δικτύων, ώστε να επιτραπεί η αδιάκοπη σύνδεση των 
τερµατικών στο ενοποιηµένο δίκτυο ακόµα και κατά την διάρκεια των µετακινήσεων 
τους µεταξύ των επιµέρους δικτύων. Επιπλέον, τα 4G δίκτυα πέρα από την παροχή 
internet υπηρεσιών, θα πρέπει να υποστηρίζουν και την παραδοσιακή µετάδοση φωνής 
καθώς και άλλων real-time εφαρµογών. Ουσιαστικά δηλαδή, θα πρέπει να παρέχουν πιο 
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εξελιγµένες ευρυζωνικές multimedia υπηρεσίες, ανεξαρτήτως των διαφορετικών 
απαιτήσεων σε QοS. 
 
4.5.2  ΑΣΥΡΜΑΤΟ 4G ∆ΙΚΤΥΟ 
Τα ασύρµατα 4G δίκτυα χρησιµοποιούν πολλαπλές τεχνολογίες πρόσβασης 
συµπεριλαµβανοµένων των κυτταρικών δικτύων, των ασυρµάτων δικτύων δεδοµένων 
(WΜΑΝ, WLΑΝ, και ad-hoc / WΡΑΝ δίκτυα) και πιθανόν των δορυφορικών δικτύων, 
ενοποιώντας τα σε ένα ετερογενές ασύρµατο δίκτυο. Αυτή η ενοποίηση βασίζεται 
συνήθως στο Mobile ΙΡ και το Cellular ΙΡ. Ενώ το Mobile ΙΡ χρησιµοποιείται για το 
macro-mobility management (δηλαδή κινητικότητα µεταξύ κυττάρων που εποπτεύονται 
από ξεχωριστά δίκτυα), το Cellular ΙΡ χρησιµοποιείται για το micro-mobility management. 
Γενικά, οι απόψεις συγκλίνουν στο ότι όλα τα δίκτυα, ασύρµατα και ενσύρµατα θα 
συνδεθούν µε core / backbone δίκτυα µέσω του ΙΡ πρωτοκόλλου. Ανεξαρτήτως του 
σχεδιασµού τους και τις διαφορές τους σε θέµατα όπως εύρος συχνοτήτων, διαχείριση 
συχνοτήτων, πρωτόκολλα κ.ά., αυτά τα ασύρµατα δίκτυα πρόσβασης θα διαθέτουν τα 
εξής κοινά χαρακτηριστικά: 
> Ένα µηχανισµό δυναµικής απόδοσης διευθύνσεων (π.χ.  DΗCΡ, SLΡ,  ΙΡv6 κ.α.) 
που θα µπορεί να συσχετίσει µια βραχεία ή µεγαλύτερης διάρκειας ΙΡ διεύθυνση 
µε την αντίστοιχη ασύρµατη διεπαφή του τερµατικού. 
> Μια υπηρεσία προώθησης ΙΡ που θα είναι προσβάσιµη µέσω ενός ή περισσοτέρων 
gateways (π.χ.  GGSΝs,  Mobile  ΙΡ  FΑs  κ.α.) της υποδοµής του ασύρµατου  
δικτύου. Αυτή η ΙΡ forwarding υπηρεσία θα ορίζεται από διαδικασίες 
σηµατοδοσίας (π.χ.  ΡΟΡ σηµατοδοσία στην  περίπτωση  του  UΜΤS)  
αντίστοιχες  µε την  εκάστοτε  αρχιτεκτονική  του  δικτύου πρόσβασης. 
Λόγω των συµπληρωµατικών τους χαρακτηριστικών και ειδικά όσον αφορά το data rate 
και την κάλυψη, υπάρχει η πεποίθηση ότι τα 4G δίκτυα θα παρέχουν overlapping coverage 
στους κινητούς χρήστες και θα αυξήσουν το throughput των κυτταρικών δικτύων. Τα 
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κυριότερα χαρακτηριστικά των 4G δικτύων περιλαµβάνουν: ΑΙΙ-ΙΡ βασισµένες 
αρχιτεκτονικές, υψηλότερο bandwidth, global κινητικότητα, υποστήριξη πολυµεσικών 
εφαρµογών και αδιάλειπτες υπηρεσίες. 
 
4.5.2.1  4G ΖΗΤΗΜΑΤΑ ΠΡΟΣ ΑΝΤΙΜΕΤΩΠΙΣΗ 
Για να επιτευχθούν οι στόχοι των 4G δικτύων πρέπει να αντιµετωπισθούν ζητήµατα 
όπως η πρόσβαση στα ετερογενή δίκτυα, η κινητικότητα και η παροχή QοS. Πιο 
συγκεκριµένα, τα ζητήµατα εξειδικεύονται σε ΙΡ-based κινητικότητα, διαχείριση handoff, 
παροχή εγγυηµένου QοS, πρωτόκολλο δροµολόγησης και ασφάλεια, δηλαδή ΑΑΑ 
λειτουργίες. Η ανάγκη για την αντιµετώπιση αυτών των ζητηµάτων πηγάζει από το 
γεγονός ότι κάθε δίκτυο διαθέτει την δικιά του υποδοµή, χαρακτηριστικά ζεύξης (π.χ. data 
rate, καθυστερήσεις, ισχύς σήµατος κ.ά.), διαδικασία διαχείρισης κινητικότητας (π.χ. 
εγγραφή χρήστη, απόφαση για διεξαγωγή handoff κ.ά.). Από τις διαφορές που υπάρχουν 
µεταξύ των δικτύων πρόσβασης, οι πιο σηµαντικές είναι: 
•  Ποιότητα σήµατος: Υπάρχουν τεράστιες διαφορές µεταξύ των σηµάτων που 
λαµβάνονται από τους σταθµούς βάσης, ως προς την ισχύ. Στο UΜΤS οι σταθµοί 
βάσεις εκπέµπουν µε µεγάλη ισχύ ώστε το σήµα να µπορεί να καλύψει µεγάλες 
αποστάσεις πριν εξασθενίσει. Στα WLΑΝ και WΡΑΝ δίκτυα υπάρχει περιορισµός 
απόστασης 100m για το τερµατικό και συνεπώς χρησιµοποιείται µικρότερη ισχύς. 
• Data rate: Τα δίκτυα πρόσβασης χρησιµοποιούν διαφορετικούς ρυθµούς 
µετάδοσης. Το data rate που παρέχουν τα WLΑΝ και WΡΑΝ δίκτυα είναι αισθητά 
υψηλότερα από αυτά των UΜΤS/ΤDD δικτύων. Στην καλύτερη των περιπτώσεων 
το UΜΤS παρέχει 2Μbps, ενώ το WLΑΝ µέχρι 54Μbps. 
• Λήψη απόφασης handoff: Η απόφαση για handoff µεταξύ ετερογενών δικτύων 
πρόσβασης φαίνεται να είναι κάτι δύσκολο. Ο µηχανισµός που θα το αναλάβει θα 
πρέπει να λειτουργεί βάσει πολιτικών που σχετίζονται µε τις QοS απαιτήσεις των 
εφαρµογών του χρήστη καθώς επίσης και βάσει ποιοτικών µετρήσεων στο δίκτυο. 
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• Προσδιορισµός κάλυψης: Τα ad-hoc δίκτυα (π.χ.WΡΑΝs) παρέχουν  περιορισµένη 
κάλυψη αλλά υψηλότερα data rates, ενώ το UΜΤS παρέχει µεγάλη γεωγραφική 
κάλυψη αλλά πολύ µικρότερο bandwidth ανά τερµατικό για την πρόσβαση. 
• Ασφάλεια: Οι µηχανισµοί ασφάλειας παρέχουν υπηρεσίες που διαφέρουν από 
δίκτυο σε δίκτυο.  Ωστόσο,  πρέπει  σε όλες τις περιπτώσεις να  υπάρχει  η 
εγγύηση ότι  µόνο τα authorized τµήµατα του δικτύου θα έχουν πρόσβαση σε 
πληροφορίες ασφαλείας (όπως κλειδιά και ταυτότητα κινητού κόµβου) που 
χρησιµοποιούνται κατά το authentication των κινητών χρηστών. Τέλος, ο χρήστης 
πρέπει να απολαµβάνει ίδιο επίπεδο ασφάλειας κατά το roaming από το ένα δίκτυο 
πρόσβασης στο άλλο. 
 
4.5.2.2  4G ΑΡΧΙΤΕΚΤΟΝΙΚΗ 
Γενικά, τα 4G δίκτυα, τα οποία βρίσκονται ακόµα σε φάση σχεδιασµού, θα 
χαρακτηρίζονται από την ετερογένεια των δικτύων πρόσβασης, την αυξηµένη 
λειτουργικότητα τους και την υποστήριξη διάφορων, νέων υπηρεσιών. Θα προκύψουν 
δηλαδή ως η εξέλιξη των ασύρµατων δικτύων και θα µπορούν να παρέχουν υπηρεσίες 
οπουδήποτε και οποτεδήποτε, ενσωµατώνοντας τα καλύτερα τεχνικά χαρακτηριστικά 
των υπαρχόντων δικτύων. Βέβαια κάτι τέτοιο σηµαίνει επίσης ότι τα 4G δίκτυα θα είναι 
πιο πολύπλοκα όσον αφορά την αρχιτεκτονική τους. 
Στην Εικόνα 56 παρουσιάζεται µια προτεινόµενη αρχιτεκτονική στην οποία, τα διάφορα 
ασύρµατα δίκτυα, όπως κυτταρικά δίκτυα 2ης και 3ης γενιάς, WLΑΝs, ad-hoc δίκτυα όπως 
το Bluetooth και δίκτυα υπερύθρων κ.ά., συνυπάρχουν γύρω από ένα δίκτυο κορµό, το 
οποίο βασίζεται σε ΙΡ. Αυτό το σηµείο εξάλλου (δηλαδή το ΙΡ πρωτόκολλο ως βάση) 
αποτελεί και το µόνο κοινό σηµείο των διαφόρων προτάσεων που κατατίθενται προς 
συζήτηση από την επιστηµονική κοινότητα. 
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Εικόνα 56  Γενική 4G αρχιτεκτονική δικτύου 
 
Η αρχιτεκτονική που παρουσιάζεται παραπάνω, είναι γενική. Καθώς δεν υπάρχει 
ακόµα κάποια σχετική προτυποποίηση και αντίστοιχες ακριβείς προδιαγραφές, οι 
διάφορες εταιρείες (ή οµάδες εταιρειών) κάνουν τις προτάσεις τους, µε κυριότερη 
αυτή που έχει παρουσιάσει η 3GΡΡ. Η βασικά πρόταση της 3GΡΡ παρουσιάζεται στην 
ακόλουθη Εικόνα 57. 
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Εικόνα 57  Η All-IP πρόταση της 3GPP για την 4G αρχιτεκτονική 
 
 
Το πλεονέκτηµα της συγκεκριµένης αρχιτεκτονικής είναι ότι υποστηρίζει τόσο circuit 
όσο και packet switched µετάδοση δεδοµένων, κάτι που συνεπάγεται συµβατότητα µε 
παλαιότερες τεχνολογίες όπως τα GSΜ δίκτυα πριν από τις βελτιώσεις τους. 
Συγκεκριµένα, στις επόµενες δύο Εικόνες 58, 59 παρουσιάζεται το τµήµα της παραπάνω 
αρχιτεκτονικής που είναι υπεύθυνο για την circuit switched µεταγωγή και την packet 
switched µεταγωγή, αντιστοίχως. 
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Εικόνα 58  Τµήµα 3GPP αρχιτεκτονικής υπεύθυνο για CS µεταγωγή 
 
 
 
 
 
Εικόνα 59  Τµήµα 3GPP αρχιτεκτονικής υπεύθυνο για PS µεταγωγή 
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Ας δούµε τα κυριότερα στοιχεία αυτής της προτεινόµενης αρχιτεκτονικής. 
ΗSS (Home Subscriber Server). Αποτελεί ουσιαστικά µια κεντρική βάση για την 
αποθήκευση πληροφοριών για το profile του χρήστη καθώς και authorization 
πληροφοριών. Ουσιαστικά ο ΗSS επιτελεί την ίδια λειτουργία µε τον ΗLR του GSΜ 
δικτύου. 
CSCF (Call State Control Function). ∆ιαθέτει τις εξής λειτουργίες: 
• ICGW (Incoming Call Gateway) που λειτουργεί ως το πρώτο σηµείο εισόδου 
και πραγµατοποιεί την δροµολόγηση των κλήσεων. 
• CCF (Call Control Function) υπεύθυνη για την έναρξη / λήξη των κλήσεων, 
την διαχείριση των διαφόρων call events και για το registration σε επίπεδο 
εφαρµογών. 
• SPD (Serving Profile Database) βάση δεδοµένων που αλληλεπιδρά µε τον 
ΗSS για να λάβει πληροφορίες προφίλ των συνδροµητών. 
• ΑΗ (Address Handling) που πραγµατοποιεί το mapping µεταξύ των alias 
διευθύνσεων και των transport διευθύνσεων. 
• Ρ-CSCF   (Proxy   CSCF)   που   αποτελεί   την   είσοδο   στο   ΙΡ Multimedia 
Subsystem. Το τερµατικό ακολουθώντας την διαδικασία ενεργοποίησης του 
ΡDΡ περιβάλλοντος ανακαλύπτουν την διεύθυνση του  Ρ-CSCF,  ο οποίος 
λειτουργεί ως proxy server. 
• S-CSCF (Serving CSCF) που είναι το κυρίως λειτουργικό τµήµα του ΙΜS 
και αναλαµβάνει   την  διαχείριση   των   συνόδων   ώστε  να   υποστηρίζονται   
οι διάφορες υπηρεσίες και επίσης αναλαµβάνει το registration των χρηστών 
λαµβάνοντας τα registration requests και διαθέτοντας τις πληροφορίες των 
χρηστών µέσω του ΗSS. 
• Ι-CSCF (Interrogating CSCF) που αποτελεί το σηµείο επαφής εντός του 
δικτύου του παρόχου για όλες τις αιτούµενες συνδέσεις προς τους 
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συνδροµητές του δικτύου αυτού. Με αυτό τον τρόπο αποκρύπτει την 
τοπολογία του δικτύου από τους εξωτερικούς χρήστες. 
 
CSCF Συµπεριφορά Χαρακτηριστικά/Λειτουργίες 
Proxy CSCF Proxy server 
User Agent (σπάνια) 
Κατά το registration: Προωθεί το 
SIP register στο I-CSCF 
Κατά το Session Flow: Προωθεί 
τα SIP µηνύµατα από το τερµατικό 
στο SIP server (S-CSCF) ως 
αποτέλεσµα της διαδικασίας 
registration. Ανιχνεύει ένα 
emergency session και επιλέγει ένα 
S-CSCF για τη διαχείριση του. 
Εξουσιοδοτεί την χρήση πόρων 
του φορέα & πραγµατοποιεί QoS 
διαχείριση. 
 
Interrogating CSCF Proxy server 
User Agent (register reject) 
Κατά το registration: Ορίζει ένα 
S-CSCF για κάθε συνδροµητή 
Κατά το Session Flow: 
∆ροµολογεί ένα SIP request 
προερχόµενο από ένα άλλο δίκτυο, 
στο S-CSCF που εξυπηρετεί το 
τερµατικό. Ανακτά την S-CSCF 
διεύθυνση από την HSS. 
Serving CSCF Registrar 
Proxy server 
User Agent 
 
Κατά το registration: Σαν 
registrar, αποθηκεύει registration 
πληροφορίες στον HSS. 
Κατά το Session Flow: Ο S-CSCF 
πραγµατοποιεί session control 
services για το τερµατικό. 
Αλληλεπίδραση µε Service 
Platforms. ∆ιατήρηση της 
κατάστασης της συνόδου όσο 
χρειάζεται ο διαχειριστής δικτύου 
για να υποστηρίξει τις υπηρεσίες.  
Πίνακας 13  Σύνοψη χαρακτηριστικών και ρόλων της CSCF 
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ΜGW & ΜGCF (Media Gateway & Media Gateway Control Function). Ο 
πρώτος είναι υπεύθυνος για την µεταφορά ωφέλιµης, πολυµεσικής πληροφορίας, 
ρυθµίζει τον φόρτο της κίνησης και αποτελεί το τερµατικό σηµείο του ΡSΤΝ, ενώ 
συνδέεται µε το UΤRΑN µέσω της διεπαφής Ιu. Αντιστοίχως η Media Gateway 
Control Function είναι υπεύθυνη για την µετατροπή πρωτοκόλλων µεταξύ 
πεπαλαιωµένων συστηµάτων και των πρωτοκόλλων ελέγχου του Αll-ΙΡ δικτύου, και 
γενικά είναι υπεύθυνο για την σηµατοδοσία που προέρχεται από το ΡSΤΝ. 
ΜSC Server & GMSC (Mobile Switching Center Server & Gateway MSC). Ο 
ΜSC είναι ο κεντρικός κόµβος ελέγχου στο CS domain, υπεύθυνος για τον 
έλεγχο κλήσεων και της κινητικότητας στα GSΜ/UΜΤS. Επίσης, εκτελεί τον 
έλεγχο συνδέσεων των media channels στο ΜGW. Ο ΜSC server µαζί µε το MGW 
αποτελούν το γνωστό MSC. Ο GΜSC χρησιµοποιείται τόσο για τη προώθηση των 
ενεργών κλήσεων, όσο και για τα µηνύµατα προς τους χρήστες. 
ΜRF (Multimedia Resource Function). Είναι υπεύθυνη για την 
πραγµατοποίηση της επεξεργασίας των ροών των πολυµεσικών δεδοµένων, µέσω 
του αντίστοιχου Media Resource Function Processor (ΜRFP). 
Τ-SGW & R-SGW (Transport Signalling Gateway Function & Roaming 
Signalling Gateway Function). Η πρώτη είναι υπεύθυνη για τη σηµατοδοσία από 
το ΡSΤΝ/ΡLΜΝ προς το ΜGCF και παρέχει ΡSΤΝ/ΡLΜΝ <-> ΙΡ mapping, 
διευθύνσεων στο επίπεδο µετάδοσης. Η δεύτερη παρέχει επικοινωνία (π.χ. SS7/ΜΑP) 
µε το 2G/R99 ΜSC/VLR. 
ΙΜS (ΙΡ Multimedia Subsystem). Έχει συζητηθεί εκτενώς και σε αυτό αλλά 
και σε προηγούµενα υποκεφάλαια. Έχει ως στόχο την παροχή πολυµεσικών 
υπηρεσιών και χρησιµοποιεί το packet switched domain για την µεταφορά 
πολυµεσικής πληροφορίας και σηµατοδοσίας. Το ΙΜS προσπαθεί να συµµορφωθεί 
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µε τις τα πρότυπα που θέτει η ΙΕΤF. Το SΙΡ (Session Initiation Protocol) έχει επιλεχθεί 
για την διεπαφή µεταξύ των διαφόρων στοιχείων του ΙΜS. 
4.5.2.3  ΠΑΡΟΧΗ ΥΠΗΡΕΣΙΩΝ ΣΤΗΝ 4G ΕΠΟΧΗ 
Για να µπορέσει η αγορά των ασύρµατων επικοινωνιών να δρέψει τους καρπούς του 
οικονοµικού και τεχνολογικού ανταγωνισµού, δηλαδή των διαφορετικών 
προσφερόµενων υπηρεσιών και των ταχύτατων τεχνολογικών εξελίξεων, θα πρέπει 
να αποκτήσει ένα πιο ανοικτό χαρακτήρα, µε την έννοια να συµπεριλάβει την 
συµµετοχή πολλαπλών νέων «παικτών» (π.χ. παροχείς υπηρεσιών προστιθέµενης 
αξίας, παροχείς multimedia περιεχοµένου, παραγωγοί εφαρµογών κ.ά.). Όλοι αυτοί οι 
παίκτες µπορούν να συνεργαστούν µε τους διαχειριστές δικτύων ώστε να παράσχουν 
νέες, βελτιωµένες υπηρεσίες στους τελικούς χρήστες. 
Ανάλυση του "ΑΒC" µοντέλου 
Στην εποχή της 4G επικοινωνίας, θα πρέπει η πληθώρα των υπηρεσιών και των 
πολυµεσικών εφαρµογών να µπορέσουν να εφαρµοστούν ευέλικτα πάνω σε 
ετερογενή δίκτυα, κάτι που µεταφράζεται σε επιπλέον απαιτήσεις ως προς την 
τεχνική υποστήριξη τους. Από την άλλη, οι τελικοί χρήστες αναµένουν αποδοτικό 
roaming µεταξύ των διαφόρων δικτύων πρόσβασης και αδιάλειπτη πρόσβαση σε 
εξατοµικευµένες εφαρµογές µε πλούσιο περιεχόµενο µέσω ενός κοινού και 
εύχρηστου περιβάλλοντος. 
Με τον όρο Always Best Connectivity (ΑΒC) για τα 4G δίκτυα, ουσιαστικά 
αναφερόµαστε στην έννοια της «αριστείας» που αναµφίβολα εµπεριέχεται στο επίθετο 
"Best". ∆ηλαδή, δεν µιλάµε απλά για συνδεσιµότητα του χρήστη αλλά για την 
βέλτιστη δυνατή παροχή υπηρεσιών σε αυτόν. Αυτό ουσιαστικά µεταφράζεται σε µια 
συνεχή παρακολούθηση και κάλυψη των προτιµήσεων του χρήστη σε σχέση µε µια 
οµάδα υπηρεσιών και περιεχοµένου. 
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Χρήστες και Υπηρεσίες 
Οι χρήστες συνηθίζουν να χρησιµοποιούν εφαρµογές που απαιτούν αλληλεπίδραση 
µε τους ίδιους ή / και µε άλλα σηµεία του δικτύου και εκλαµβάνουν τα 
αποτελέσµατα των εφαρµογών ως αυτό που ονοµάζεται "user experience". Αυτές οι 
εφαρµογές βασίζονται στην οµαλή παροχή δικτυακών υπηρεσιών φορέα (bearer 
services), για την ανταλλαγή της απαραίτητης σηµατοδοσίας αλλά και δεδοµένων του 
χρήστη. Αν το δίκτυο αδυνατεί να παρέχει τα απαιτούµενα επίπεδα υπηρεσιών 
φορέα, τότε οι εφαρµογές των χρηστών θα υπολειτουργούν και συνεπώς η 
εµπειρία που αποκοµίζει ο χρήστης από αυτές τις εφαρµογές προστιθέµενης αξίας, θα 
υποβαθµίζεται. Η απόδοση λοιπόν αυτών των εφαρµογών, επηρεάζεται από την τήρηση 
των QοS απαιτήσεων τους. Από την πλευρά του δικτύου, αυτό µεταφράζεται σε ροές 
δεδοµένων µε διαφορετικές QοS απαιτήσεις, οι οποίες πρέπει να πληρούνται µε 
εγγυηµένο µάλιστα τρόπο. 
Ωστόσο, η πλειονότητα των εφαρµογών αυτών µπορούν να λειτουργήσουν µε διάφορα 
επίπεδα QοS και συνεπώς, εξασφαλίζοντας το υψηλότερο επίπεδο QοS για κάποιες από 
αυτές, και δεδοµένου του περιορισµού QοS πόρων, δεν σηµαίνει ότι οι χρήστες θα 
απολαµβάνουν το βέλτιστο, αφού αφ' ενός αυτές θα κοστίζουν πιο ακριβά και αφ' ετέρου 
κάποιες άλλες εφαρµογές αναγκαστικά θα υστερούν σε QοS. 
Οι µηχανισµοί QοS θα πρέπει να παρέχουν στις multimedia εφαρµογές συγκεκριµένες 
QοS εγγυήσεις σε σχέση µε το bandwidth, τις καθυστερήσεις και την σταθερότητα της 
µετάδοσης των πακέτων τους. Η παροχή QοS εγγυήσεων σε ένα 4G δίκτυο, είναι ένα 
πολύ σηµαντικό πρόβληµα και για αυτό το λόγο έχουν καθοριστεί 5 κλάσεις ζητηµάτων 
για την υποστήριξη του QοS: 
 Αρχιτεκτονική: Τα 4G δίκτυα στοχεύουν σε δύο στόχους. Πρώτον, στη 
δηµιουργία ενός πρωτοποριακού συστήµατος διασύνδεσης µε τα υπάρχοντα 
δίκτυα, όπως περιγράφεται και στην Εικόνα 56, σε µια γενική υλοποίηση 
τουλάχιστον. ∆εύτερον, η αρχιτεκτονική αυτή θα   πρέπει   να   είναι   ευέλικτη,   
ανοικτή   και   να   παρέχει   αδιάλειπτη   υποστήριξη   στις µετακινήσεις των 
τερµατικών εντός ενός overlay λογικού δικτύου που θα αποτελείται από 
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τα ετερογενή δίκτυα πρόσβασης και το οποίο λογικό δίκτυο θα πρέπει να 
συνδέεται µε κάποιο ΙΡ backbone δίκτυο. 
 Πρόσβαση στο µέσο: Από τα διάφορα πρωτόκολλα πρόσβασης στο µέσο Medium 
Access Control (ΜΑC), τα random ΜΑC πρωτόκολλα έχουν εξετασθεί εκτενώς 
και προτιµώνται λόγω του χαµηλού τους κόστους και την ευκολία υλοποίησης 
τους. Για παράδειγµα, το ΙΕΕΕ 802.11 ΜΑC ελαχιστοποιεί το επίπεδο 
συγκρούσεων και επιλύει το πρόβληµα του «κρυφού» τερµατικού (hidden 
terminal problem), δηλαδή αυτών που βρίσκονται εκτός της ακτίνας  των   κόµβων  
του ασύρµατου  δικτύου. Προς  το παρόν  εξετάζονται   διάφορα καινοτόµα ΜΑC 
πρωτόκολλα για τα 4G δίκτυα τα οποία βέβαια παρουσιάζουν τεχνικές 
δυσκολίες αφού δεν έχει προτυποποιηθεί η σχετική αρχιτεκτονική. Ένα καλά 
σχεδιασµένο ΜΑC πρωτόκολλο θα πρέπει να χρησιµοποιεί πλήρως την ποικιλία 
των τερµατικών όσον αφορά τους πολλαπλούς εκποµπούς, ώστε να µεγιστοποιεί 
την χρήση του bandwidth και να ελαχιστοποιεί τις συγκρούσεις. 
 Χρονοπρογραµµατισµός: Μέχρι σήµερα έχουν διερευνηθεί πολλές λύσεις που 
εγγυώνται την άφιξη των πακέτων εντός των επιτρεπτών χρονικών ορίων, αλλά 
όλες αυτές οι λύσεις δεν λαµβάνουν υπόψη την µεταβλητότητα της ποιότητας 
του ασύρµατου καναλιού. Αυτό µεταφράζεται σε νέες ερευνητικές προκλήσεις 
στα πλαίσια του 4G δικτύου. Για παράδειγµα, για την αντιµετώπιση των 
σφαλµάτων στην αποστολή πακέτων µε χρονικό περιορισµό, θα πρέπει να 
παρέχεται προγραµµατισµένη εκποµπή πακέτων βάσει της ποιοτικής κατάστασης 
του καναλιού σε πραγµατικό χρόνο. 
 ∆ιαχείριση handoff: Η λειτουργία handoff ενδέχεται να µεταφράζεται σε 
πρόβληµα ως προς το παρεχόµενο QοS των 4G δικτύων. Για παράδειγµα, η 
απώλεια πακέτων και οι καθυστερήσεις, συµπτώµατα που µπορεί να εµφανιστούν 
αν ο µηχανισµός handoff δεν είναι αποτελεσµατικός, µπορεί να καταστρέψουν την 
επικοινωνία. Συνεπώς, οι handoff µηχανισµοί θα πρέπει να υλοποιηθούν µε 
τέτοιο τρόπο ώστε να διατηρείται µεν η καλή απόδοση του δικτύου, αλλά 
παράλληλα να παρέχονται οι απαραίτητες QοS εγγυήσεις. 
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 Πρωτόκολλο δροµολόγησης: Ένας από τους στόχους των ασύρµατων 4G 
δικτύων είναι να παρέχουν αδιάλειπτη συνδεσιµότητα σε κάθε κινητό τερµατικό 
που είναι συνδεδεµένο στο δίκτυο πρόσβασης, ειδικά όταν έχει συνδεθεί µε 
routers. Οι βασικές προκλήσεις σε σχέση µε αυτό είναι: α) η δυναµικότητα 
της τοπολογίας του δικτύου πρόσβασης β) η αποκέντρωση του µηχανισµού 
ελέγχου handoffs γ) η επαναδιαπραγµάτευση του QοS και δ) οι περιορισµοί των 
πόρων του δικτύου. 
∆εδοµένου των πολλών πακέτων υπηρεσιών που προσφέρονται και της 
τεχνολογικής πολυπλοκότητας που θα υπάρχει στα ετερογενή 4G δίκτυα και τέλος 
λόγω της ηµιµάθειας της πλειονότητας των χρηστών, σε ΙΤ εφαρµογές, οι 
τελευταίοι θα δυσκολευτούν πολύ να διαχειριστούν τα θέµατα υπηρεσιών 
αυτόνοµα, κατά την διάρκεια των µετακινήσεων τους και να αποκοµίσουν τα µέγιστα 
από αυτές. Συνεπώς, απαιτείται κάποιου είδους έξυπνη διαµεσολάβηση που θα είναι 
τµήµα της διαδικασίας παροχής κινητών υπηρεσιών. Αυτό το ρόλο της 
διαµεσολάβησης µπορεί να τον αναλάβει ένας έξυπνος agent. Ουσιαστικά, αυτός ο 
agent θα έχει τον ρόλο να παρέχει στον χρήστη την δυνατότητα πρόσβασης στις 
υπηρεσίες, τηρώντας τις προτιµήσεις του χρήστη και ενώ αυτός εκτελεί roaming από 
το ένα δίκτυο πρόσβασης στο άλλο. 
Αυτή η διαµεσολάβηση είναι µια εργασία που δεν µπορεί να την αναλάβει κάποιος 
από τους παραδοσιακούς παράγοντες (π.χ. πάροχος υπηρεσιών, διαχειριστής 
δικτύου ή πάροχος περιεχοµένου) αφού ο καθένας από αυτούς θα προσπαθεί να 
ρυθµίσει την κατάσταση προς το όφελος του. Ουσιαστικά λοιπόν έχουµε την 
ανάδειξη αυτού του νέου ρόλου, που εκτός των άλλων θα συµπεριλαµβάνει και τις 
λειτουργίες χρέωσης (ενοποιώντας όλες τις χρεώσεις των υπηρεσιών και εφαρµογών 
σε ένα λογαριασµό) και accounting. Στην Εικόνα 60 φαίνεται η κατανοµή των 
ρόλων στα δίκτυα 2G, 3G και 4G. 
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Εικόνα 60  Εξέλιξη της αλυσίδας ρόλων 
Στην παραπάνω Εικόνα παρατηρούµε πως στην µετεξέλιξη των ασυρµάτων δικτύων 
από 2G σε 3G και 4G, έχουν προστεθεί νέοι ρόλοι πέρα από τους παραδοσιακούς 
Service, Transport και Access providers. Αυτοί οι νέοι ρόλοι είναι ο πάροχος 
περιεχοµένου Content provider, κυρίως για πολυµεσικές υπηρεσίες, ο Content 
Aggregator που αναλαµβάνει την συλλογή περιεχοµένου και την αναδιανοµή του 
στον πάροχο ή τον διαχειριστή του δικτύου, ο VAS Provider (Value Added Services 
Provider) που θα παρέχει υπηρεσίες προστιθέµενης αξίας και φυσικά ο Mediator, 
δηλαδή ο διαµεσολαβητής που έχουµε περιγράψει στην προηγούµενη παράγραφο. 
4.5.3  ΜΗΧΑΝΙΣΜΟΙ HANDOVER 
Το handover προκαλεί πάντα καθυστερήσεις και απώλεια πακέτων που µπορούν να 
βλάψουν σοβαρά την επικοινωνία. Ειδικά το ΤCΡ από την σουίτα πρωτοκόλλων ΙΡ, 
αντιδρά υπερβολικά στην απώλεια πακέτων δεδοµένων. Αυτό συµβαίνει γιατί νοµίζει 
ότι οφείλεται σε τηλεπικοινωνιακή συµφόρηση οπότε µειώνει το window-size 
(δηλαδή τον αριθµό των bytes που στέλνει), κάτι που οδηγεί σε µειωµένη συνολική 
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απόδοση του δικτύου. Επιπλέον, οι πολυµεσικές εφαρµογές που έχουν περιορισµούς 
ως προς τον χρόνο, αφού είναι real-time εφαρµογές συνήθως, επηρεάζονται δυσµενώς 
από τις καθυστερήσεις. 
Άρα οι µηχανισµοί handover θα πρέπει να ελαχιστοποιούν αυτές τις παρενέργειες και να 
διατηρούν υψηλό το επίπεδο της επικοινωνίας. Σε σχέση µε τον έλεγχο των 
µηχανισµών αυτών υπάρχουν δύο διακρίσεις: τα handovers που συµβαίνουν µε 
απόφαση και υπό τον έλεγχο του δικτύου (network controlled handovers) και αυτά 
που συµβαίνουν µε απόφαση και υπό τον έλεγχο του τερµατικού (client controlled 
handovers). Σε αυτή την παράγραφο θα εξετάσουµε περιπτώσεις horizontal handovers. 
 
4.5.3.1  NETWORK CONTROLLED HANDOVER 
Το Network controlled handover σηµαίνει ότι το δίκτυο είναι υπεύθυνο για την 
διεξαγωγή του handover. Σε αυτή την περίπτωση το τερµατικό στέλνει στο δίκτυο 
τακτικές ενηµερώσεις για την ισχύ των σηµάτων που λαµβάνει από τους κοντινούς 
σταθµούς βάσης, και το δίκτυο αποφασίζει και αναλαµβάνει να µεταβιβάσει την 
ζεύξη του τερµατικού σε άλλο κόµβο. Συνεπώς, για να ελαχιστοποιηθούν οι 
καθυστερήσεις και η απώλεια πακέτων, πραγµατοποιείται η προσωρινή αποθήκευση 
τους (buffering) κατά την διενέργεια του handover και αυτός είναι ο λόγος που 
αναπτύχθηκαν αρκετοί buffering αλγόριθµοι στο παρελθόν. Ωστόσο, αυτή η 
µέθοδος δεν είναι ιδιαίτερα αποδοτική αφού αφ' ενός δεν µπορεί να γνωρίζει 
ακριβώς την καλύτερη στιγµή για handover αφού δεν διαθέτει αρκετές πληροφορίες 
γα το τι συµβαίνει στο τερµατικό και αφ' ετέρου αυτός ο µηχανισµός δεν µπορεί να 
λειτουργήσει στις περιπτώσεις vertical handover, αφού το κάθε δίκτυο θα πρέπει να 
γνωρίζει τα χαρακτηριστικά όλων των υπολοίπων ασυρµάτων δικτύων ώστε να 
µπορεί να λάβει µια απόφαση. 
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4.5.3.2  CLIENT CONTROLLED HANDOVER 
Για τους παραπάνω λοιπόν λόγους αποφασίστηκε να χρησιµοποιηθεί µια πιο 
αποκεντρωµένη λογική και ο µηχανισµός που θα ελέγχει τα handovers να πάει 
στους clients αντί για το δίκτυο. Αυτό σηµαίνει ότι το τερµατικό µπορεί να λάβει 
υπόψη διάφορους παράγοντες όπως την κατάσταση των συνδέσεων µεταφοράς 
δεδοµένων, οι εφαρµογές που τρέχουν σε αυτό, το φυσικό περιβάλλον όπου βρίσκετε 
καθώς και η κατάσταση της τηλεπικοινωνιακής κίνησης, ώστε να πραγµατοποιήσει το 
handover την κατάλληλη χρονική στιγµή και να διατηρηθεί η υπηρεσία στο καλύτερο 
δυνατό επίπεδο. Ο client-based µηχανισµός handover ουσιαστικά παρέχει στο τερµατικό 
την δυνατότητα να εκτελέσει τις εξής λειτουργίες: να ελέγχει και να πραγµατοποιεί 
handovers, να προσδιορίζει την καλύτερη ζεύξη, να πραγµατοποιεί το handover την 
κατάλληλη στιγµή και να επανεκκινεί τις ΤCΡ συνδέσεις 
Για να εκτελεί τις παραπάνω λειτουργίες ο µηχανισµός handover θα ενσωµατώνει µια 
cache για να αποθηκεύει τα ΙΡv6 Router Advertisements (RAs) από τα access points 
των διπλανών δικτύων και τους Home Agents. Τα RAs αποθηκεύονται στην cache η 
οποία ονοµάζεται και RA cache, µαζί µε παραµέτρους όπως η ισχύς του σήµατος, 
µετρήσεις επιπέδου ζεύξης και την στιγµή κατά την οποία αποθηκεύτηκε το RΑ. Αν το 
σήµα που λαµβάνει το τερµατικό από ένα σταθµό βάσης ή ένα access point πέσει 
κάτω από κάποιο κατώφλι, τότε αυτό εξετάζει την RΑ cache για να καθοριστεί ο 
επόµενος κόµβος στον οποίο θα πρέπει να συνδεθεί. Το handover θα πρέπει να 
πραγµατοποιείται την κατάλληλη χρονική στιγµή και κάθε ενεργή ΤCΡ σύνδεση 
πρέπει να ληφθεί υπόψη. Αµέσως µόλις πραγµατοποιηθεί το handover αυτές οι ΤCΡ 
συνδέσεις πρέπει να επανεκκινήσουν άµεσα. Με αυτή την τεχνική αποφεύγονται οι 
καθυστερήσεις και η απώλεια πακέτων. Περισσότερες λεπτοµέρειες αναφέρουµε 
στην επόµενη παράγραφο. 
Πάντως εδώ πρέπει να αναφέρουµε ότι σε µελέτες που έχουν πραγµατοποιηθεί, 
έχει παρατηρηθεί ότι στην περίπτωση που ο µηχανισµός handover ενσωµατώνεται 
στον client, το throughput του δικτύου παραµένει σταθερό καθώς αυξάνει ο αριθµός 
των handovers, ενώ στην περίπτωση που το handover είναι network controlled, το 
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throughput µειώνεται καθώς αυξάνεται ο αριθµός των handover και αυτό διότι υπάρχει 
καθυστέρηση στην ανακάλυψη της αλλαγής στην ζεύξη. Στο client controlled 
handover όµως, η αλλαγή της ζεύξης ανιχνεύεται στιγµιαία και συνεπώς το 
τερµατικό ζητάει ένα RΑ στέλνοντας ένα Router Solicitation αίτηµα στον access router 
της νέας ζεύξης. Αν υπάρχει το RA ήδη στην cache, τότε ο µηχανισµός απλά θα το 
επεξεργαστεί. Βέβαια τα παραπάνω συµπεράσµατα προκύπτουν στην περίπτωση που 
οι περιοχές κάλυψης των δύο σταθµών βάσης ή access points δεν είναι 
επικαλυπτόµενες αλλά απλά γειτονικές. Στην περίπτωση που είναι επικαλυπτόµενες 
τότε δεν παρατηρείται κάποια διαφορά στο throughput. 
 
4.5.3.3  ΕΠΑΝΕΚΚΙΝΗΣΗ ΕΝΕΡΓΩΝ TCP ΣΥΝ∆ΕΣΕΩΝ 
Για να διατηρηθεί ένα καλό επίπεδο µεταφοράς δεδοµένων, το τερµατικό κρατά ένα 
αντίγραφο του τελευταίου εισερχόµενου ή εξερχόµενου ΤCΡ ACK πακέτου. Στην 
περίπτωση που οι περιοχές κάλυψης είναι επικαλυπτόµενες, ξανά στέλνονται στον 
αποστολέα ή εισάγονται στο εισερχόµενο ΤCΡ buffer του τερµατικού, τουλάχιστον 
τα τρία τελευταία αντίγραφα αυτών των ACKs, ώστε να ενεργοποιηθεί ο αλγόριθµος 
της άµεσης επαναµετάδοσης του ΤCΡ και έτσι να γίνει ουσιαστικά η επανεκκίνηση 
των ΤCΡ συνδέσεων µετά το handover. 
Ωστόσο στην περίπτωση που οι περιοχές κάλυψης των σταθµών βάσης δεν είναι 
επικαλυπτόµενες, είναι προτιµότερο να εµποδιστεί ο αποστολέας να µεταδώσει, 
µέχρι να βρεθεί ο νέος σταθµός βάσης στον οποίο θα συνδεθεί το τερµατικό. Αυτό 
γίνεται µε θέτοντας το ΤCΡ receive window στο µηδέν (δηλαδή µπορούν να ληφθούν 
µηδέν bytes) στο τελευταίο εξερχόµενο ΤCΡ ΑCΚ πακέτο πριν πραγµατοποιηθεί 
το handover. Με αυτό τον τρόπο σταµατάµε την µετάδοση των ΤCΡ δεδοµένων. 
Όταν βρεθεί το νέο σηµείο σύνδεσης τότε το τερµατικό δηµοσιοποιεί ένα µη 
µηδενικό ΤCΡ receive window έτσι ώστε να ξανά ξεκινήσουν οι ΤCΡ συνδέσεις του. 
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4.5.3.4  VERTICAL HANDOVER 
Με κάποιες κατάλληλες προσθήκες ο παραπάνω µηχανισµός µπορεί να επεκταθεί ώστε 
να καλύψει και την περίπτωση του vertical handover. Οι µέθοδοι που µπορούν να 
χρησιµοποιηθούν για να ελαχιστοποιήσουν τις καθυστερήσεις κατά τη διενέργεια 
handover µεταξύ διαφορετικών δικτύων, είναι οι ακόλουθοι: 
Fast router advertisement: 
Αυτή η τεχνική βελτιώνει τις καθυστερήσεις λόγω handover, µειώνοντας τον χρόνο 
ανίχνευσης των αλλαγών τη ζεύξη. Ωστόσο, µεταξύ latency και bandwidth υπάρχει µια 
αντιστρόφως ανάλογη σχέση: η συχνότητα αποστολής router advertisements πρέπει να 
µειώνεται καθώς «ανεβαίνουµε» στα επίπεδα του δικτύου. Ελαττώνοντας την περίοδο 
των router advertisements σε πολύ µικρές τιµές (40-70 ms), όπως χαρακτηριστικά 
ορίζεται στο RFC για το Mobile ΙΡv6 της ΙΕΤF, µπορεί να επιφέρει σηµαντική 
αύξηση (µέχρι και 45%) του διαθέσιµου bandwidth στο GPRS δίκτυο και στα πιο 
υψηλά επίπεδα του δικτύου (π.χ. UΜΤS ή δορυφορικό δίκτυο) 
Router advertisement caching: 
Και µε αυτή την µέθοδο αποφεύγουµε την καθυστέρηση λόγω του χρόνου ανίχνευσης. 
Αποτελεί ουσιαστικά την µέθοδο που παρουσιάσαµε στις προηγούµενες παραγράφους, 
αλλά προσαρµοσµένη για την περίπτωση του vertical handover. Σε αυτή την 
περίπτωση τα RAs γίνονται εκ των προτέρων cached από τα τερµατικά, αλλά αυτή η 
µέθοδος λειτουργεί µόνο στην περίπτωση ανερχόµενων vertical handovers αφού 
διατίθενται RAs µόνο από τα πιο υψηλά επίπεδα. Συνεπώς, όταν ληφθεί η απόφαση για 
handover ο χρόνος ανίχνευσης των RAs κατά την διάρκεια της διενέργειας του 
handover, ελαχιστοποιείται, βελτιώνοντας έτσι την συνολική απόδοση 
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Binding update bi-casting: 
Το ελάχιστο όριο για το vertical handover latency, ορίζεται από την καθυστέρηση στο 
αντίστοιχο κανάλι, το οποίο µπορεί να το παρατηρήσει κάποιος χρησιµοποιώντας το Round 
Trip Time - RΤΤ του δικτύου (δηλαδή πόσο χρόνο κάνει ένα µήνυµα να φτάσει σε µια 
αποµακρυσµένη περιοχή του δικτύου και να επιστρέψει). Το Mobile ΙΡv6 ορίζει ένα 
καινούριο attachment point στο οποίο πρέπει να σταλεί σηµατοδοσία για την 
διαδικασία εγγραφής. Μια νέα πρόταση είναι η χρήση bi-casting Binding Updates ώστε 
ο χρόνος εγγραφής να περιορίζεται από το µικρότερο RΤΤ και όχι από το latency του 
νέου δικτύου (µετά το handover) που µπορεί να είναι µεγαλύτερο από το τρέχον 
δίκτυο. 
4.5.3.5  HANDOVER ΒΑΣΕΙ ΠΟΛΙΤΙΚΩΝ 
Η διαδικασίες handover είναι πλήρως κατανοητές και ξεκάθαρες όταν εφαρµόζονται σε 
οµογενή ασύρµατα δίκτυα. Όταν όµως το πεδίο εφαρµογής είναι τα ετερογενή ασύρµατα 
δίκτυα, τότε η κατάσταση διαφοροποιείται. Η ερευνητική κοινότητα έχει κυρίως 
προσηλωθεί στη διερεύνηση µεθοδολογιών για την επίτευξη της επικοινωνίας µεταξύ 
ετερογενών πρωτοκόλλων σηµατοδοσίας ενώ από την άλλη έχει δώσει µικρή σηµασία 
στους αλγόριθµους και τις πολιτικές που χρησιµοποιούνται για τον έλεγχο της 
πρόσβασης και την λήψη της απόφασης για διεξαγωγή handover. 
Οι πολιτικές αφορούν κανόνες που διέπουν την λειτουργία και τη συµπεριφορά του 
συστήµατος. Η βασική ιδέα είναι να παρέχεται πλήρης υποστήριξη κινητικότητας 
βάσει πληροφοριών περιβάλλοντος που µεταφράζονται σε πολιτικές και βελτιστοποιούν 
την χρήση του bandwidth, ενώ βελτιώνουν την εµπειρία του χρήστη από τις υπηρεσίες 
ενός 4G δικτύου. 
Μέχρι πρόσφατα, οι αλγόριθµοι  handover βασίζονταν σε απλές αποφάσεις που 
λαµβάνονται βάσει της ισχύος του λαµβανοµένου σήµατος ή την κατάσταση της 
σύνδεσης και τον τύπο των µεταδιδόµενων δεδοµένων. Αυτή η λύση είναι 
ικανοποιητική για οµογενή δίκτυα, αλλά στην περίπτωση των χρηστών που 
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µετακινούνται µεταξύ ετερογενών τεχνολογιών απαιτείται µια πιο ολοκληρωµένη λύση 
για να ληφθεί η απόφαση του πού, πότε και πώς θα γίνει το handover. Νεότερες 
προτάσεις αφορούν την χρήση middleware λογισµικού τριών επιπέδων: διαχείρισης 
περιβάλλοντος (context management layer), διαχείρισης πολιτικών (policy management 
layer) και ενίσχυσης αποφάσεων (enforcement layer), που βρίσκεται «πάνω» από το επίπεδο 
δικτύου. 
Τα 4G συστήµατα ως γνωστόν θα διαθέτουν δύο κυρίως χαρακτηριστικά: 
ετερογένεια και δυναµικότητα. Για να αντιµετωπιστεί το πρώτο θα πρέπει το σύστηµα να 
µπορεί να αντιληφθεί την κατάσταση του περιβάλλοντος του τερµατικού ανά πάσα στιγµή 
και να σχεδιαστεί µια πολιτική που θα προσδίδει στις συσκευές την απαραίτητη ευελιξία 
και προσαρµοστικότητα. Όσον αφορά το δεύτερο χαρακτηριστικό θα πρέπει να 
δηµιουργηθεί µια ιεραρχική δοµή που θα εφαρµοστεί στις πολιτικές και η οποία θα 
προκύψει από τα δεδοµένα του περιβάλλοντος και την πολυπλοκότητα του συστήµατος. 
Πιο συγκεκριµένα, καθορίζεται ένα περιβάλλον δικτύωσης (Networking Context) µε 
δυναµικά και σταθερά στοιχεία (όπως αν το τερµατικό έχει συνδεθεί µε τον host, η 
ταχύτητα του τερµατικού, ποια είναι η κατάσταση της συνδεσιµότητας επιπέδου 
ζεύξης, η κατάσταση της συνδεσιµότητας επιπέδου δικτύωσης, ισχύς σήµατος, 
καθυστέρηση handover, συνωστισµός δικτύου, κατηγορία τηλεπικοινωνιακού 
φορτίου κ.α.), τα οποία οργανώνονται σε µια ιεραρχία τριών επιπέδων: 
Ανώτερο επίπεδο που οργανώνει στοιχεία υψηλής δυναµικότητας στα οποία 
εφαρµόζονται local κανόνες. 
Μεσαίο επίπεδο που συνδυάζει στοιχεία µέτριας δυναµικότητας µαζί µε δεδοµένα 
του Ανώτερου επιπέδου ώστε να προκύψουν αθροιστικά αποτελέσµατα όπως, host 
συνδεσιµότητα, δράση και θέση. 
Κατώτερο επίπεδο που οµαδοποιεί τα στατικά στοιχεία. 
Το middleware λογισµικό λοιπόν αποτελείται από τρία επίπεδα όπως είπαµε και όπως 
φαίνεται και στην Εικόνα 61. 
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Εικόνα 61  ∆οµή λογισµικού για διαχείριση κινητικότητας βάσει πολιτικών 
 
Context management group: Περιλαµβάνει Μονάδες Φρούρησης (Sentinels) και 
Μονάδες Ανάκτησης (Retrievers). Είναι υπεύθυνα για την συλλογή των στοιχείων 
του Networking Context, για την εφαρµογή των local κανόνων και την δηµιουργία 
των αθροιστικών αποτελεσµάτων. 
Policy management group: Περιλαµβάνει τις λειτουργίες Policy Master και Policy 
Decision Point (ΡDΡ). Επίσης υπάρχει η βάση δεδοµένων των policies και δύο ακόµα 
στοιχεία: την µονάδα Conflict Resolution και την µονάδα Context-based Profile 
Selector, οι οποίες είναι υπεύθυνες για την επίλυση τυχόν conflicts κατά την 
εφαρµογή των policies. 
Enforcement group: Περιλαµβάνει τους Executors που λειτουργούν ως Policy 
Enforcement Points (ΡΕΡs) σύµφωνα και µε τις προδιαγραφές του ΙΕΤF Policy Core 
Information Model (ΡCΙΜ). 
Έτσι, αν για παράδειγµα υπάρχει ένας χρήστης 4G που είναι συνδεδεµένος σε πολλά 
δίκτυα πρόσβασης ταυτόχρονα π.χ. µε δορυφορικό δίκτυο GΡS για να γνωρίζει το στίγµα 
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του, µε WLΑΝ για να λάβει βίντεο / εικόνες από το κοντινότερο εστιατόριο, µε 
GSΜ για να τηλεφωνήσει σε φίλους του ή να τους στείλει SΜS, τότε αν το 
τερµατικό του διαθέτει δυνατότητες policy management όπως περιγράψαµε 
παραπάνω, το middleware θα διαβάσει τα δεδοµένα του περιβάλλοντος δικτύωσης 
(networking context) και µε βάση το προφίλ του θα αναλάβει να βελτιστοποιήσει την 
χρήση του δικτύου και να καλύψει πλήρως τις ανάγκες του χρήστη. 
 
4.5.4  ∆ΙΑΧΕΙΡΙΣΗ ΚΙΝΗΤΙΚΟΤΗΤΑΣ 
Όπως έχει αναφερθεί και παραπάνω, το Mobile ΙΡ χρησιµοποιείται για το macro-
mobility management, δηλαδή κινητικότητα του τερµατικού µεταξύ κυττάρων που 
εποπτεύονται από ξεχωριστά δίκτυα, ενώ το Cellular ΙΡ χρησιµοποιείται για το micro-
mobility management, δηλαδή στην περίπτωση που το τερµατικό µετακινείται µεταξύ 
κυττάρων που εποπτεύονται από το ίδιο δίκτυο. 
 
4.5.4.1  MACROMOBILITY ΚΑΙ MOBILE IP 
Το Mobile ΙΡ (ΜΙΡ) δηµιουργήθηκε πριν από την ευρεία επικράτηση των WLΑΝs. Η 
αρχική ιδέα πίσω από αυτό ήταν να επιτραπεί σε ένα τερµατικό να επικοινωνεί, 
χρησιµοποιώντας την αρχική του ΙΡ και ενώ βρίσκεται σε κάποιο άλλο, ξένο ενσύρµατο 
δίκτυο. Όποια τερµατικά δεν χρειάζονται κάποια σταθερή ΙΡ, θα µπορούν να δανείζονται 
µια από το δίκτυο στο οποίο θα βρίσκονται, χρησιµοποιώντας τον αντίστοιχο DHCP 
server. Ωστόσο κάτι τέτοιο δεν τους επιτρέπει να µετακινούνται µεταξύ subnets. Από την 
στιγµή λοιπόν που εµφανίστηκαν τα WLΑΝs, το Mobile ΙΡ εξελίχθηκε ώστε να 
εφαρµόζεται σε τερµατικά που µετακινούνται µεταξύ ασυρµάτων δικτύων ενώ 
παράλληλα να διατηρούν ενεργές τις συνδέσεις τους. 
Το ΜΙΡ σχεδιάστηκε για να λύσει το πρόβληµα της κινητικότητας, επιτρέποντας στο 
τερµατικό να έχει δύο ΙΡ διευθύνσεις τις οποίες συσχετίζει µε εµφανή τρόπο. Η πρώτη 
αποτελεί την µόνιµη διεύθυνση του στο home network και χρησιµοποιείται για να ορίζει 
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το ένα άκρο της επικοινωνίας. Η άλλη διεύθυνση είναι προσωρινή και λέγεται Care Of 
Address (CΟΑ) και αναπαριστά την τρέχουσα θέση του τερµατικού. Οι κύριοι στόχοι 
του ΜΙΡ είναι να κάνουν την κινητικότητα γνωστή στα ανώτερα πρωτόκολλα και µε τις 
λιγότερες δυνατές αλλαγές στην υποδοµή. 
Αυτή η συσχέτιση των διευθύνσεων διατηρείται µε ειδικούς δροµολογητές που είναι 
γνωστοί ως Mobility Agents (πράκτορες κινητικότητας). Υπάρχουν δύο είδη τέτοιων 
πρακτόρων: οι home agents και οι foreign agents. Ο home agent είναι ένας 
καθορισµένος δροµολογητής στο home network του και διατηρεί τα στοιχεία συσχέτισης 
σε ένα πίνακα συσχέτισης, του οποίου η κάθε εγγραφή περιλαµβάνει το τρίπτυχο 
<µόνιµη home διεύθυνση - προσωρινή CοΑ διεύθυνση -χρονική διάρκεια 
συσχέτισης>. Στον Πίνακα 14 παρουσιάζεται ένας τέτοιος πίνακας συσχέτισης του 
home agent. Σκοπός του πίνακα είναι η χαρτογράφηση των διευθύνσεων του τερµατικού 
ώστε να µπορεί να προωθεί αντιστοίχως τα πακέτα δεδοµένων. 
 
 
Πίνακας 14  Πίνακας συσχέτισης στον home agent 
 
Οι foreign agents είναι ειδικοί δροµολογητές στο foreign δίκτυο, δηλαδή αυτό 
το οποίο επισκέπτεται το τερµατικό. Ο foreign agent διατηρεί µια λίστα 
επισκεπτών που περιέχει πληροφορίες σχετικά µε τα τερµατικά - επισκέπτες. 
Κάθε γραµµή του πίνακα που διατηρεί ο foreign agent περιέχει τις εξής 
πληροφορίες <µόνιµη home διεύθυνση - διεύθυνση του home agent – mac address 
του τερµατικού - χρονική διάρκεια συσχέτισης>. Ο Πίνακας 15 είναι 
αντιπροσωπευτικός αυτού που διατηρεί ο foreign agent. 
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Πίνακας 15  Πίνακας λίστας επισκεπτών στο foreign agent 
 
 
Το βασικό ΜΙΡ πρωτόκολλο διαθέτει 4 διακριτές φάσεις. Αυτές είναι: 
1. Agent Discovery. Αποτελείται από τα εξής βήµατα: 
• Οι mobility agents γνωστοποιούν την παρουσία τους περιοδικά, 
εκπέµποντας Agent Advertisement (ΑΑ) µηνύµατα. Ένα τέτοιο µήνυµα 
περιέχει µια ή περισσότερες CΟΑ διευθύνσεις και ένα flag που 
υποδηλώνει κατά πόσο είναι home ή foreign agent. 
• Το τερµατικό εξετάζει το ΑΑ µήνυµα που λαµβάνει ώστε να 
προσδιορίσει κατά πόσο προέρχεται από το δικό του home agent και 
έτσι µπορεί να γνωρίζει κατά πόσο βρίσκεται στο home network ή σε 
foreign network. 
• Αν το τερµατικό δεν επιθυµεί για το περιοδικό ΑΑ µήνυµα, µπορεί 
να αποστείλει Agent Solicitation (ΑS) µηνύµατα, στα οποία θα 
απαντήσει άµεσα ο agent. 
2. Registration. Αποτελείται από τα εξής βήµατα: 
• Αν ένα τερµατικό ανακαλύψει ότι βρίσκεται στο home network, τότε 
λειτουργεί χωρίς την χρήση υπηρεσιών για mobility. 
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• Αν βρίσκεται σε νέο δίκτυο, θα πρέπει να «γραφτεί» στον foreign agent 
αποστέλλοντας ένα Registration Request (RR) µήνυµα που περιλαµβάνει  
τη σταθερή ΙΡ του και την ΙΡ του Home agent του. 
• Ο foreign agent εκτελεί την διαδικασία εγγραφής στέλνοντας µε την 
σειρά του το RR µήνυµα στον home agent, που περιλαµβάνει την 
σταθερή ΙΡ του τερµατικού και την δικιά του ΙΡ αυτή τη φορά. 
• Όταν ο home agent λάβει το RR µήνυµα, ενηµερώνει τον πίνακα 
συσχέτισης που διατηρεί, συσχετίζοντας την CοΑ του τερµατικού µε την 
home address του. 
• Ο home agent αποστέλλει acknowledgement µήνυµα στον foreign agent. 
• Ο foreign agent µε την σειρά του ενηµερώνει τον πίνακα επισκεπτών 
που διατηρεί, εισάγοντας µια εγγραφή για το τερµατικό και αναµεταδίδει   
µια απάντηση στο τερµατικό. 
Η Εικόνα 62 δείχνει την διαδικασία registration. 
 
Εικόνα 62  ∆ιαδικασία Registration στο Mobile IP  
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3.   Ιn Service. Μπορεί να διαιρεθεί στα εξής βήµατα: 
• Όταν ένα άλλος κόµβος (CΝ) θέλει να επικοινωνήσει µε το τερµατικό 
(ΜΝ), στέλνει ένα ΙΡ πακέτο στην σταθερή του ΙΡ διεύθυνση. 
• Ο Home agent διακόπτει αυτό το πακέτο και ελέγχει τον πίνακα 
συσχέτισης για να δει αν το τερµατικό (ΜΝ) βρίσκεται στο home ή στο 
foreign network. 
• Ο Home agent ανακαλύπτει την CΟΑ του τερµατικού και φτιάχνει ένα 
νέο ΙΡ header που περιέχει την COΑ του τερµατικού ως ΙΡ προορισµό. 
Έπειτα αυτό το ΙΡ header προστίθεται  στο αρχικό  ΙΡ πακέτο  και  
αποστέλλεται. Ουσιαστικά δηλαδή  γίνεται ενθυλάκωση του αρχικού ΙΡ 
πακέτου ως payload σε ένα άλλο, κάτι που ονοµάζεται ΙΡ-within-ΙΡ 
encapsulation ή όπως είναι πιο γνωστό ως tunnelling. 
• Όταν το ενθυλακωµένο πακέτο φτάσει στο τρέχον δίκτυο του τερµατικού 
(δηλαδή στο foreign network), ο foreign agent εξάγει το πακέτο και 
βρίσκει την διεύθυνση home address του αποστολέα. Έπειτα ελέγχει 
την λίστα επισκεπτών του, για να δει αν υπάρχει κάποια σχετική 
πληροφορία για τον αποστολέα. 
• Αν υπάρχει κάποια καταχώρηση τότε ο foreign agent βρίσκει την 
αντίστοιχη ΜΑC address και την γνωστοποιεί στο τερµατικό (ΜΝ). 
• Όταν το τερµατικό (ΜΝ) θέλει να στείλει κάποιο µήνυµα στον 
κινητό κόµβο (CΝ), προωθεί το πακέτο στον foreign agent, ο οποίος 
µε την σειρά του το αναµεταδίδει στον κόµβο (CΝ) µε χρήση τυπικής ΙΡ 
δροµολόγησης. 
• Ο foreign agent συνεχίζει να εξυπηρετεί το τερµατικό (ΜΝ) µέχρι να λήξει η 
χρονική διάρκεια συσχέτισης. Αν το τερµατικό θέλει να συνεχίσει να 
χρησιµοποιεί την υπηρεσία, τότε πρέπει να ξανά στείλει ένα RR µήνυµα. 
 207 
Στην Εικόνα 63 παρουσιάζεται η tunnelling διαδικασία. 
 
 
Εικόνα 63  ∆ιαδικασία tunnelling στο Mobile IP 
 
4. Deregistration. Αν το τερµατικό θέλει να καταργήσει την CΟΑ του, πρέπει να 
διαγραφεί από τον home agent του. Αυτό γίνεται στέλνοντας ένα RR µήνυµα 
αλλά µε χρόνο συσχέτισης µηδενικό. ∆εν υπάρχει ανάγκη να διαγραφεί και από τον 
foreign agent αφού κάποια στιγµή η εγγραφή του θα λήξει. Ωστόσο, αν το 
τερµατικό επισκεφθεί ένα νέο δίκτυο, το παλιό foreign δίκτυο δεν γνωρίζει δεν 
γνωρίζει την νέα CΟΑ διεύθυνση του τερµατικού. Συνεπώς, τα datagrams που έχει ήδη 
στείλει ο home agent στο παλιό foreign agent, θα χαθούν. 
Πρόσφατες βελτιώσεις επιτρέπουν την µείωση του χρόνου που χρειάζεται το τερµατικό 
για να διαπιστώσει την θέση του και να ενηµερώσει τον agent για την νέα CΟΑ 
διεύθυνση. Επίσης, νέα πρωτόκολλα βρίσκονται υπό εξέλιξη τα οποία θα υποστηρίζουν 
µεταφορά πληροφοριών περιβάλλοντος (context information) αλλά και paging. Η 
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context µεταφορά ουσιαστικά επιτρέπει την µεταφορά πληροφοριών όπως 
authentication πληροφορίες, QοS διαχείριση, header compression, πληροφορίες 
ασφάλειας κ.α. µεταξύ των δικτύων. Το paging από την άλλη, επιτρέπει στο τερµατικό 
να εκτελεί εξοικονόµηση ενέργειας όταν είναι συνδεδεµένο µε ένα δίκτυο, αλλά δεν 
βρίσκεται σε σύνοδο επικοινωνίας. 
4.5.4.2  MICROMOBILITY ΚΑΙ CELLULAR IP 
Αρχικά πρέπει να ειπωθεί ότι έχει πραγµατοποιηθεί αρκετή έρευνα στον τοµέα του 
micromobility, αν και θεωρείται ακόµα µια υπό διερεύνηση περιοχή. 
Αρχικά υπήρξαν δύο προσεγγίσεις για το micromobility, η πρώτη στηρίζεται στα tunnels 
και η δεύτερη στο per host forwarding. Στην tunnelling προσέγγιση ένας proxy mobility 
agent εισάγεται στο access network µε ρόλο να προστατεύσει τον home agent από όλα τα 
µηνύµατα που µπορεί να αλλάξουν την CΟΑ. Έτσι δηµιουργείται και διατηρείται ένα 
τοπικό tunnel από τον τοπικό mobility agent στο τρέχων subnet, όπου βρίσκεται το 
τερµατικό. 
Με την per host forwarding προσέγγιση προσπαθούµε να αντιµετωπίσουµε το πρόβληµα της 
κινητικότητας στο επίπεδο του routing protocol. Οι πληροφορίες που σχετίζονται µε την 
θέση του τερµατικού, διοχετεύονται εντός του access network, ώστε οι routers να 
δροµολογούν τα πακέτα κατ' ευθείαν στο τερµατικό χωρίς να χρειάζονται τα tunnels. Το 
τρικ είναι να ελαχιστοποιηθεί η πληροφορία που σχετίζεται µε την θέση του 
τερµατικού και που πρέπει να διοχετευθεί ή διαφορετικά να µειωθεί ο αριθµός των 
routers στους οποίους θα διοχετευθεί αυτή η πληροφορία, ενώ παράλληλα να διατηρηθεί 
η συνδεσιµότητα του τερµατικού. 
Το Cellular ΙΡ (CΙΡ) αποτελεί ένα νέο πρωτόκολλο που δηµιουργήθηκε για να παρέχει 
πρόσβαση σε ένα δίκτυο και ενσωµατώνει όλες τις βασικές κυτταρικές αρχές, όντας 
ταυτόχρονα βασισµένο στο πρωτόκολλο ΙΡ. Ουσιαστικά αποτελεί την νεότερη πρόταση 
στο πρόβληµα του micromobility, ενώ συνεργάζεται µε το Mobile ΙΡ (ΜΙΡ) που 
υποστηρίζει το macromobility. 
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Σε αντίθεση µε το Mobile ΙΡ που υποστηρίζει το global mobility, το CΙΡ υποστηρίζει 
οµαλά και ταχύτατα handovers εντός περιορισµένων γεωγραφικών περιοχών. Το 
βασικότερο στοιχείο ενός CΙΡ δικτύου, παραµένει ο σταθµός βάσης που εξυπηρετεί ως 
ασύρµατο access point, αλλά ταυτόχρονα δροµολογεί ΙΡ πακέτα, καθώς λειτουργεί βάσει 
τυπικών µηχανισµών ΙΡ forwarding, απλά το ΙΡ routing έχει αντικατασταθεί από το 
Cellular ΙΡ routing και location management. 
Το CΙΡ δίκτυο συνδέεται στο υπερκείµενο δίκτυο, µέσω ενός gateway router και η 
κινητικότητα µεταξύ των διαφορετικών CΙΡ δικτύων (δηλαδή µεταξύ των gateway 
routers) εξυπηρετείται από το ΜΙΡ, ενώ εντός του CΙΡ δικτύου η κινητικότητα 
εξυπηρετείται από το CΙΡ. 
Τα κινητά τερµατικά που είναι συνδεδεµένα µε ένα CΙΡ δίκτυο, χρησιµοποιούν την ΙΡ 
διεύθυνση των gateway routers ως την Mobile IP Care of Address (CΟΑ) τους. Η Εικόνα 64 
παρουσιάζει τις διαδροµή των πακέτων που προορίζονται για το τερµατικό. Αν 
θεωρήσουµε ότι χρησιµοποιείται το ΙΡv4 και χωρίς χρήση βελτιστοποιηµένης 
δροµολόγησης, τα πακέτα αρχικά δροµολογούνται στον home agent του τερµατικού και 
έπειτα µέσω tunnel στον gateway router. Ο router «αφαιρεί» από το tunnel τα πακέτα και 
τα προωθεί στους σταθµούς βάσης. 
Εντός του CΙΡ δικτύου, η αναγνώριση των τερµατικών γίνεται από τις τοπικές 
διευθύνσεις τους και τα πακέτα δεδοµένων δροµολογούνται σε αυτά χωρίς την 
χρήση tunnelling ή µετατροπή διευθύνσεων. Το πρωτόκολλο δροµολόγησης του 
Cellular ΙΡ εξασφαλίζει την ορθή παράδοση των πακέτων στον προορισµός τους. 
Τα πακέτα που στέλνονται από τα κινητά τερµατικά, δροµολογούνται αρχικά στον 
gateway και από εκεί στο δίκτυο. 
Στο CΙΡ η διαχείριση θέσης (location management) και η υποστήριξη του handover 
είναι ενοποιηµένες µε το routing. Τα πακέτα για uplink δροµολογούνται από το 
τερµατικό στο gateway µε σταθερό ρυθµό hop-by-hop. Η πληροφορία για την 
διαδροµή που ακολουθούν τα πακέτα, γίνεται cached στους σταθµούς βάσης. Για 
την δροµολόγηση των downlink πακέτων που απευθύνονται στο τερµατικό, 
χρησιµοποιείται το ίδιο µονοπάτι για το οποίο υπάρχει η cached πληροφορία. Όταν το 
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τερµατικό δεν έχει δεδοµένα για µετάδοση, αποστέλλει περιοδικά κενά ΙΡ πακέτα 
στο gateway µόνο και µόνο για να διατηρηθεί η κατάσταση downlink δροµολόγησης. 
Ακολουθώντας την αρχή της παθητικής συνδεσιµότητας, τα τερµατικά που δεν έχουν 
λάβει πακέτα για ένα ορισµένο χρονικό διάστηµα επιτρέπουν στο downlink route να 
λήξει και διαγράφουν την σχετικά πληροφορία από την routing cache. Στην 
περίπτωση που χρειαστεί να ξανά σταλούν πακέτα στο idle τερµατικό, 
χρησιµοποιείται paging για την εναλλαγή της κατάστασης του τερµατικού από 
idle σε active. 
 
 
Εικόνα 64  ∆ίκτυο πρόσβασης που χρησιµοποιεί CIP 
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4.5.4.3  ΑΠΑΙΤΟΥΜΕΝΕΣ ΒΕΛΤΙΩΣΕΙΣ 
 
Ως γνωστόν το Mobile ΙΡ χρησιµοποιείται για την διαχείριση της κινητικότητας 
βάσει του ΙΡ. Όµως όπως έχουµε περιγράψει και παραπάνω, το τερµατικό µπορεί να 
συνδέεται ταυτόχρονα σε περισσότερα του ενός δίκτυα, συνεπώς το Mobile ΙΡ θα 
χρειαστεί κάποιες βελτιώσεις για να ανταποκριθεί. Υπάρχουν λοιπόν τρία ζητήµατα 
που χρήζουν αντιµετώπισης: 
Ονοµατοδοσία: Όταν συζητάµε για επικοινωνία µέσω του Internet, µιλάµε 
ουσιαστικά για επικοινωνία διεπαφών δικτύου όπου η κάθε µια διαθέτει µια ΙΡ. 
Έτσι στην περίπτωση που υπάρχουν συσκευές µε πολλές διεπαφές, θα πρέπει να 
βρεθεί ένας άλλος τρόπος ονοµατοδοσίας που θα προσδιορίζει µοναδικά κάθε κόµβο. 
∆ιευθυνσιοδότηση: Το βασικότερο χαρακτηριστικό αλλά και εγγενής αδυναµία του 
ΙΡ είναι ότι χρησιµοποιείται για να προσδιορίσει µοναδικά ένα τερµατικό, ή 
καλύτερα την διεπαφή δικτύου του, και για να δροµολογήσει δεδοµένα σε αυτό. 
Αν το τερµατικό αλλάξει θέση / δίκτυο, θα αποκτήσει µια νέα διεύθυνση, αλλά θα 
πρέπει µε κάποιο τρόπο να κρατηθεί µια συσχέτιση µε την home address ώστε να 
διατηρηθεί η επικοινωνία. Συνεπώς, όπως έχουµε ήδη συζητήσει χρειάζονται δύο 
ΙΡv4 /ΙΡv6 για µπορεί να υποστηριχθεί η κινητικότητα του τερµατικού. Αυτό από 
µόνο του δεν αποτελεί πρόβληµα, όµως η κατάσταση διαφοροποιείται όταν τα 
τερµατικά διαθέτουν πολλές διεπαφές. 
Υποστήριξη κινητικότητας και θέσης: Εφόσον τα τερµατικά µπορεί να κινούνται 
διαρκώς, καλό είναι να µπορεί να υπάρχει κάποιο µετρήσιµο µέγεθος για το πόσο 
κινητικό είναι ένα τερµατικό εντός ενός δικτύου. Κάτι τέτοιο θα ήταν χρήσιµο στην 
περίπτωση που ένας αποστολέας θέλει να στείλει δεδοµένα στο τερµατικό, οπότε 
θα λάµβανε υπόψη το πόσο κινητικό είναι αυτό στα διάφορα δίκτυα, και έτσι θα 
µπορεί να επιλέξει το δίκτυο στο οποίο είναι λιγότερο κινητικό το τερµατικό - 
στόχος, και έτσι να ελαχιστοποιήσει την πιθανότητα απώλειας πακέτων. 
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ΚΕΦΑΛΑΙΟ 5 
ΣΥΜΠΕΡΑΣΜΑΤΑ 
Τα δίκτυα τέταρτης γενιάς αναµένεται να προσφέρουν στους χρήστες όλα όσα δεν 
κατάφεραν να δώσουν τα προηγούµενα δίκτυα. Θα προσφέρουν υπηρεσίες 
πολυµέσων µε αλληλεπίδραση µε το χρήστη, ασύρµατο Internet, υψηλότερους 
ρυθµούς µετάδοσης δεδοµένων, εξαιρετική ποιότητα παροχής υπηρεσιών (QoS), 
παγκόσµια κινητικότητα και φορητότητα υπηρεσιών σε χαµηλό κόστος. Τα 
ασύρµατα συστήµατα 4G θα εξυπηρετούν στο µέλλον τις ανάγκες για υψηλές 
ταχύτητες µετάδοσης δεδοµένων και ευρεία γεωγραφική κάλυψη, προσεγγίζοντας 
έτσι τον στόχο για επικοινωνία από οποιοδήποτε σηµείο της γης, οποιαδήποτε 
χρονική στιγµή και κάτω από οποιεσδήποτε συνθήκες. Τα δίκτυα που θα 
χρησιµοποιούνται, πρόκειται να αποτελούνται εξολοκλήρου από κυκλώµατα 
µεταγωγής πακέτου, ενώ όλα τα στοιχεία του δικτύου θα είναι ψηφιακά και θα 
υποστηρίζουν το πρωτόκολλο IPv6.  
 Ένας από τους πρωταρχικούς στόχους θα είναι η παροχή συµβατότητας και 
ενδολειτουργίας µε τα διαφορετικά κινητά και ασύρµατα δίκτυα (νέα και παλαιά). Η 
τέταρτη γενιά ασύρµατων δικτύων πρόκειται να δηµιουργήσει ένα ετερογενές δίκτυο, 
περιλαµβάνοντας πολλά διαφορετικά δίκτυα πρόσβασης και τερµατικά τελικών 
χρηστών. Το ετερογενές δίκτυο θα επιτρέψει την εισαγωγή και παροχή πρόσβασης σε 
πολυάριθµες και πλούσιες σε χαρακτηριστικά υπηρεσίες, ενσωµατώνοντας στο ίδιο 
περιβάλλον τα δίκτυα 2ης και 3ης γενιάς. Βασικό χαρακτηριστικό των ετερογενών 
δικτύων θα είναι η χωρίς ασυνέχεια µετάβαση από το ένα σύστηµα στο άλλο.     
Η ανάπτυξη των συστηµάτων τέταρτης γενιάς θα απαιτήσει τη χρήση νέων 
τεχνολογιών σε πολλούς τοµείς, όπως στις ραδιοσυχνότητες και στη διαχείριση 
δικτύων. Έχουν ήδη σχεδιαστεί πρωτοποριακές λύσεις που θα αντιµετωπίσουν αυτές 
τις νέες προκλήσεις όπως για παράδειγµα το ΙΡv6, ΟFDΜ (Orthogonal frequency-
division multiplexing), ΜΙΜΟ (Multiple Input Multiple Output) και οι έξυπνες 
κεραίες και έχουν αξιολογηθεί σε σύγκριση µε συµβατικές προσεγγίσεις 
επιδεικνύοντας πολύ βελτιωµένα χαρακτηριστικά. Η ευρεία χρησιµοποίηση τους θα 
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εξαρτηθεί από το συνδυασµό απόδοσης, κόστους και ολοκλήρωσης µε τα ήδη 
υπάρχοντα τηλεπικοινωνιακά συστήµατα. 
Η σηµερινή τεχνολογία αιχµής µπορεί τεχνολογικά να κάνει πραγµατικότητα το 
παραπάνω όραµα των κινητών επικοινωνιών 4G, επιπλέον όµως πρέπει να 
επιτευχθούν και στόχοι όπως: 
• ∆ηµιουργία νέων, ελκυστικών υπηρεσιών από τους παρόχους υπηρεσιών και 
περιεχοµένου. 
• Ελκυστικά µοντέλα χρέωσης από τους δικτυακούς παρόχους πρόσβασης και 
υπηρεσιών. 
• Ενηµέρωση  και εκπαίδευση των χρηστών και εξοικείωση τους µε τη νέα 
τεχνολογική πραγµατικότητα, ώστε να είναι σε θέση να αξιοποιούν στο  
µέγιστο  βαθµό τις νέες υπηρεσίες για βελτίωση του επιπέδου ζωής τους. 
Από το έτος 2010, όπου προβλέπεται η εισαγωγή τους, θα υπάρχει βέλτιστη 
πρόσβαση σε ψηφιακές υπηρεσίες οποτεδήποτε και οπουδήποτε, ανεξαρτήτως 
δικτύου ή τερµατικού και ανάλογα µε τις προτιµήσεις του εκάστοτε χρήστη. 
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