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Fo ̈rfattare: Ivarsson, Alexander. Kjellin, Elin. Nordahl, Jessica. Pahv, Louise 
      
Handledare: Håkan Jankensgård 
      
Fem nyckelord: Enterprise Risk Management. Riskhantering. Försäkringsbolag. Bank. COSO 
      
Syfte: Syftet med uppsatsen är att kartlägga förhållandet mellan riskhanteringen inom 
försäkringsbolag och banker med fokus på användandet av ERM. Uppsatsen avser att jämföra 
rådande förhållanden med vad befintlig teori säger om ERM och i vilken utsträckning banker och 
försäkringsbolag applicerat denna teori på sin riskhantering.  
     
Metod: Undersökningen är av kvalitativt slag och data samlas i första hand in via telefonintervjuer 
och personliga intervjuer.  
      
Teoretiska perspektiv: Uppsatsen vilar på COSO´s ramverk för ERM samt artiklar som genom 
olika förhållningssätt kommenterar eller behandlar ERM.  
      
Empiri: Empirin baseras på intervjuer av nio olika företag varav fem banker och fyra 
försäkringsbolag. De intervjuade är involverade i och har god kunskap om företagets riskanalys 
alternativt riskhantering på koncernnivå. Utöver detta används även information från diverse 
officiella rapporter från respektive företag. 
     
Resultat: Undersökningen visar likheter mellan banker och försäkringsbolag i många av de faktorer 
som COSO-ramverket tar upp. Branscherna skiljer sig dock signifikant på två punkter, hos bankerna 
är den interna miljön mer utvecklad i enlighet med COSO-ramverket och försäkringsbolagen har en 
mer holistisk syn på risk. 
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Abstract  
 
Title: The art of having a holistic view - A comparative study of Enterprise Risk Management in 
banks and insurance companies 
 
Seminar date: 4-5 June 2015 
      
Course: FEKH89, Degree Project Undergraduate level, Business Administration, Undergraduate 
level, 15 ECTS 
      
Authors: Ivarsson, Alexander. Kjellin, Elin. Nordahl, Jessica. Pahv, Louise 
 
Advisor: Håkan Jankensgård 
 
Key words: Enterprise Risk Management, Risk management. Insurance company. Bank. COSO 
 
Purpose:  The purpose of the paper is to survey the relationship between risk management in 
insurance companies and banks with a specific focus on the usage of ERM. The purpose is also to 
compare the current situation with the existing theory on ERM and to what extent banks and 
insurance companies have applied this theory to their risk management. 
 
Methodology: The examination will be qualitative and data will primarily be collected from phone 
interviews and personal interviews.  
 
Theoretical perspectives: The thesis is based on the framework from COSO regarding the 
contents of ERM and articles that, through different approaches, comments on or covers ERM.  
 
Empirical foundation: The paper’s empirical information is based on interviews of nine 
corporations, which of five are banks and four are insurance companies. The interviewed employees 
are working with risk analysis or management in the companies and therefore have a sound 
knowledge regarding risk management. Additional information will be gathered from official reports 
published by the companies.  
 
Conclusions: This study shows similarities between banks and insurance companies considering the 
aspects of the COSO framework. The industries diverge significantly on two parts, banks have a 
more developed internal environment according to the COSO framework and the insurance 
companies have a more holistic view on risk. 
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Förord 
 
Vi vill tacka vår handledare Håkan Jankensgård för den hjälp vi fått under arbetets gång. 
Vi vill även tacka de banker och försäkringsbolag som har ställt upp och deltagit i intervjuerna. 
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Förkortningar och förklaringar 
 
TRM: Traditional Risk Management, Traditionell riskhantering 
 
ERM: Enterprise Risk Management 
 
CRO: Chief Risk Officer 
 
COSO: The Committee of Sponsoring Organizations of the Treadway Commission. En kommitté 
som skapades för att utveckla riktlinjer för riskhantering och intern kontroll. Startades 1985 av fem 
privata organisationer med huvudkontor i USA.  
 
Svensk Försäkring: En branschorganisation för svenska privata försäkringsbolag som genom sitt 
medlemskap får hjälp med att tillvarata sina intressen och får information om händelser på 
försäkringsmarknaden både i Sverige och utomlands.     
 
Svenska Bankföreningen: En förening för alla svenska banker och i vissa fall deras finans- och 
hypoteksbolag. Även utländska banker som har dotterbolag i Sverige är medlemmar. Föreningen 
arbetar för att tillvarata medlemmarnas intressen och agerar i deras plats i kontakt med myndigheter 
såväl i Sverige som utomlands.  
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1. Inledning 
Riskhantering fick sitt fäste under slutet av 1940-talet och blev en viktig del av företagens 
verksamhet. Till en början lät många företag försäkringsbolag ta hand om riskerna men allt eftersom 
utvecklades interna system för att hantera flera olika typer av risk. Under 1970-talet utvecklades även 
mer formella system för att hantera finansiella risker (Dickinson, 2001). Både banker och 
försäkringsbolag tog del av denna utveckling av risksystem och de är två typer av företag som än 
idag är föremål för en mängd olika risker. Banker och försäkringsbolag har vanligtvis en relativt lika 
verksamheter och det är inte ovanligt med företag som erbjuder både försäkringstjänster och 
banktjänster. Inom båda branscherna måste man utreda och hantera många olika typer av risker och 
förhålla sig till olika typer av regleringar. I takt med den ökade globaliseringen och att fler regleringar 
tillkommit har utvecklingen gått mot att riskhanteringen fått större betydelse för företag. Att hantera 
risker på övergripande företagsnivå är enligt förespråkarna ett sätt att nå mål och undvika onödiga 
resursförluster, öka aktieägarvärdet, stärka den finansiella säkerheten samt att effektivisera såväl 
kommunikation som beslutsfattande för ledningen (Lam, 2003). Uppsatsen behandlar hur banker 
och försäkringsbolag hanterar sina risker på övergripande företagsnivå och hur de två påverkas av de 
regelverk och direktiv som respektive är styrda av.  
 
1.1 Bakgrund  
Riskhantering innefattar organisatoriska rutiner och aktiviteter som identifierar, mäter och behandlar 
eventuella händelser som organisationen kan drabbas av eller själv ge upphov till och som påverkar 
dess olika verksamheter. Det finns risker i alla verksamhetsområden, exempelvis i den operationella 
verksamheten finns det risk för att arbetare begår misstag eller att maskiner går sönder, i princip allt 
som gör att det uppstår oreda i arbetsstrukturen. Finansiell risk består i sin tur av olika typer av 
risker som kan drabba en organisations ekonomi, till exempel utlåning av pengar vilket ger upphov 
till kreditrisk om pengarna inte kan betalas tillbaka, eller likviditetsrisk som kommer av oförmåga att 
betala kortfristiga skulder. De risker som nämnts är bara några av alla som kan identifieras för en 
organisation. Huruvida organisationen väljer att kartlägga och behandla alla risker som påverkar den 
eller inte beror dels på sannolikheten att olyckan inträffar, dels på hur stora effekter riskens 
inträffande skulle få och hur energikrävande det är att genomföra en riskhanteringsprocess för den 
specifika risken. Alla typer av företag kan gynnas av effektiv riskhantering och det har kommit att bli 
en viktig komponent i företagens planering. 
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”In a fast-paced world, risk management has become a key tool for managing compliance. It’s a trend worth 
taking note of” - The European (2014)  
 
 
 
I dagens samhälle är marknaden uppbyggd av ett komplicerat nätverk mellan många länder och olika 
aktörer. Omfattande nationella händelser kan således få en stor påverkan även på global nivå när det 
kommer till bland annat risker. På grund av att de olika marknaderna binds samman blir potentiella 
risker fler och det är således ännu viktigare att identifiera och utvärdera dessa.  
  
1.2 Problemdiskussion och problemformulering 
Både försäkringsbolag och banker möter olika typer av risker såsom operationella risker, rättstvistliga 
risker och valutarisker i sin dagliga verksamhet. Riskhantering inom dessa branscher har historiskt 
sett skett på central nivå och utformats enligt den traditionella silo-metoden, även kallad Traditional 
Risk Management (TRM), där olika risker hanteras separat. Detta tillvägagångssätt kan sedan brytas 
ner i flera skilda metoder såsom exempelvis “Johnson-modellen”, “What if-metoden” och 
“Endagsanalysen” (Hamilton, 1996, s.76-80).  
 
Idag har emellertid en mer holistisk syn på riskhantering tagit mark. Enterprise Risk Management 
formades under 1990-talet och ämnar till en företagsövergripande riskhantering (Dickinson, 2001). 
The Committee of Sponsoring Organizations of the Treadway Commissison, presenterade 2004 ett 
ramverk för hur organisationer kan använda sig av ERM. COSO’s definition av ERM lyder: 
 
 
“Enterprise Risk Management är en process som genomförs av en organisations styrelse, ledning och annan 
personal, och som genomförs i ett strategiskt sammanhang och över hela företaget, utformad för att identifiera 
potentiella händelser som kan påverka organisationen och hantera risker inom ramen för dess riskaptit och ge 
rimlig försäkran om att organisationens mål uppnås.“   
- Enterprise Risk Management - Integrated Framework (2004) 
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Tidigare forskning inom området belyser främst skillnader mellan traditionell riskhantering och 
ERM. Sara A. Lundqvist (2014) har i sin studie behandlat frågor kring hur ett ERM-företag ser ut, 
varför företag implementerar ERM och vilka effekter ERM har på företaget. McShane, Nair och 
Rustambekov (2011) redogör för huruvida ERM ökar värdet på företag och konkluderar att 
Standard and Poor’s ”Risk management rating” visar ett positivt förhållande mellan traditionell 
riskhantering och företagsvärde men att de företag som dessutom använder ERM inte erhåller ett 
högre företagsvärde.  
 
I denna studie presenteras en jämförelse mellan bankers och försäkringsbolags riskhantering med 
COSO’s ramverk som grund då den tydligt beskriver komponenter inom ERM. Ökade krav och nya 
fördrag, såsom Solvens II och Basel III, har satt press på försäkringsbolag och banker vilket har 
introducerat rutiner för att möta nya krav. Hur dessa fördrag påverkar riskhanteringen, och i sin tur 
användandet av ERM, har inte undersökts tidigare och är ett intressant område att analysera. Om det 
finns signifikant diskrepans mellan användandet av ERM i respektive bransch avser uppsatsen 
analysera varför det kan förhålla sig på detta sätt, samt om Basel och Solvens kan ha någon inverkan. 
Uppsatsen tar avstamp i COSO’s definition av ERM och inte generell teori avseende ERM. Då en 
studie av detta slag ej tidigare genomförts anser författarna att uppsatsen tillför ny kunskap inom 
ERM och fördragens påverkan på riskhanteringen. Av denna anledning verkar uppsatsen även som 
stöd för fortsatt forskning på området.  
 
Ur problemdiskussionen har följande problemformulering utmynnat: 
- Hur skiljer sig användandet av Enterprise Risk Management åt för banker respektive försäkringsbolag?  
 
1.3 Syfte 
Syftet med uppsatsen är att kartlägga förhållandet mellan riskhanteringen inom försäkringsbolag och 
banker med fokus på användandet av ERM. Uppsatsen avser att jämföra rådande förhållanden med 
vad befintlig teori säger om ERM och i vilken utsträckning banker och försäkringsbolag applicerat 
denna teori på sin riskhantering.  
 
1.4 Målgrupp 
Uppsatsen vänder sig till personer som förvärvat grundläggande ekonomiska kunskaper men som ej 
nödvändigtvis är insatta i processer för riskhantering. Den vänder sig till alla som är intresserade av 
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riskhantering och som vill ha djupare förståelse i hur banker respektive försäkringsbolag tolkar och 
behandlar risk. Meningen är att göra uppsatsen tydlig nog för att en större publik skall kunna 
tillgodogöra sig innehållet och samtidigt ska den verka som ett stöd och som inspiration för fortsatt 
forskning på området.  
 
1.5 Disposition  
Inledningsvis redogörs för de teorier och begrepp som uppsatsen vilar på. Teoriavsnittet behandlar 
teori inom ERM samt vilka omfattande fördrag som banker respektive försäkringsbolag förhåller sig 
till. I teoriavsnittet presenteras även författarnas hypotes. Vidare presenteras forskningsmetoden 
som används för att undersöka hypotesen och behandla problemformuleringen. De avgränsningar 
som görs tas även upp i metodavsnittet. I empirin presenteras data från de kvalitativa 
undersökningarna. Efter detta presenteras en sammanställning av resultatet från undersökningen för 
försäkringsbolagen respektive bankerna. I analysen jämförs de två olika branscherna med varandra. 
Avslutningsvis presenteras slutsatsen där frågeställningen besvaras. 
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2. Teorier och begrepp 
I teoriavsnittet kommer relevanta teorier för undersökningen samt regleringar av bankers respektive 
försäkringsbolags verksamhet presenteras. 
 
2.1 Traditionell riskhantering 
Enligt Liebenberg (2003) betraktas och behandlas alla risker som ett företag eller organisation står 
inför separat i traditionell riskhantering. Den operationella risken behandlas hos ledningen för den 
operativa verksamheten, marknadsrisken behandlas hos de marknadsansvariga och kreditrisken 
behandlas hos de som är finansiellt ansvariga och så vidare. De olika riskernas effekter ses således 
inte som en helhet utan utvärderas och behandlas bara av de som direkt påverkas av dem. Vid 
traditionell riskhantering ses risk som något som ska minimeras i så stor utsträckning som möjligt.  
 
Lindnér (2013) menar på att de två mest signifikanta anledningarna till att ett företag övergår från 
TRM till ERM är regleringar för bolagsstyrning samt för att förbättra beslutsfattandeprocesser.  Det 
finns tre betydande skillnader mellan TRM och ERM vilka är;  
 
1. Olika grupper av anställda är involverade i riskhanteringsarbetet  
2. Processen omfattar hela koncernen och inte bara enskilda sektioner  
3. De identifierade riskerna ställs mot företagets inställning till risk och dess mål. 
 
Inom TRM ser man främst risk som något som måste hanteras och reduceras medan ERM även tar i 
beaktande att risktagande kan skapa möjligheter för företaget. Således bör företag, enligt ERM, även 
se till potentiella möjligheter för företaget vid riskhanteringen. Ett mer holistiskt synsätt möjliggör 
detta i större utsträckning än den traditionellt silo-baserade synen på risk. 
 
2.2 Enterprise Risk Management  
ERM utgår huvudsakligen från fyra komponenter i ett företag. Två av dem har att göra med 
företagsledning och företagsmiljö vilka är nödvändiga för att effektivt driva ett företag, oberoende av 
hur företagets riskhantering ser ut. Den tredje handlar om företagets förmåga att observera och 
hantera olika typer av risker, till exempel operationella, finansiella och juridiska. Denna komponent 
är inte heller specifik för ERM utan används i all typ av riskbedömning. Det som övergripande 
skiljer ERM från det traditionella sättet att behandla risk är företagets förmåga att behandla riskerna 
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som en enhet, genom ett holistiskt synsätt, vilket är den fjärde komponenten. Det holistiska 
synsättet bygger i sin tur på ytterligare fyra faktorer; ett formellt skrivet konstaterande samt analys av 
riskbärande faktorer, en företagsledare som är dedikerad till hantering och kontroll av risk (Chief 
Risk Officer), regelbundna riskrapporter från CRO till styrelse samt korrelerade effekter på 
tillgångsportföljer till följd av gemensam hantering av risk (Lundquist, 2014). 
 
I en artikel av Gerry Dickinson (2011), professor emeritus vid City University Business School of 
London, beskrivs ERM. Författaren förklarar Enterprise Risk utifrån fem punkter;  
 
1. Enterprise Risk genomsyras av företagets strategiska målsättning, vad företaget vill åstadkomma 
och hur de väljer att använda resurser för att göra detta.  
 
2. Enterprise Risk kan endast mätas effektivt genom företagets mål. Graden av risk definieras av hur 
mycket utkomsten av företagets aktiviteter skiljer sig från företagets mål.  
 
3. Om företaget är noterat ligger de mål som ledningen sätter närmare aktieägarnas mål och detta 
kommer bidra till att företagets risktagande närmar sig det som aktiemarknaden uppfattar som 
företagets riskprofil. 
 
4. Försäkring av tillgångar och hedging av risker måste vara samkoordinerade med större beslut 
angående kapitalhantering och kapitalsturktur. 
 
5. Beslut om riskretention för försäkringsbara risker och finansiella risker ska fattas i samband med 
varandra. Båda risker är en del av den totala företagsrisken och är såldes troligen beroende av 
varandra.  
 
Vad gäller organisationsstrukturen måste ledningen sätta gränser för risktagandet och se till att dessa 
kan efterlevas på ett effektivt sätt. Ansvar måste också delegeras till någon av de medarbetare som 
arbetar nära risken, på detta sätt försäkrar företaget sig om att risken kommer upptäckas och 
behandlas fort. På grund av komplexiteten i riskanalys och bedömning behövs en roll som bara 
behandlar och ansvarar för risk, en Chief Risk Officer (Dickinson, 2001). 
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“Even supporters of ERM admit that organizations find it easier to populate risk maps than to populate 
action columns on spreadsheets”     - Martin & Power (2007) sid.2 
 
James Lam (2003) definierar ERM som ett omfattande och integrerande ramverk för att hantera 
kreditrisk, marknadsrisk, operativ risk, kapital och risköverföring för att maximera företagsvärdet. 
Han beskriver att ERM kräver en organisation i vilken risk är integrerad. Detta krav uppfylls 
vanligtvis genom att en central riskhanteringsavdelning införs. Avdelningen rapporterar till styrelse 
samt VD och har ett övergripande ansvar för risk. Eftersom risker är väldigt olika och till stor del 
beroende av varandra kan de inte hanteras separat utan riskportföljen bör hanteras på ett 
övergripande sätt. Det är inte de ursprungliga, grundläggande riskerna som ska mitigeras, utan endast 
de residuala riskerna. Därmed är det inte i linje med ERM att hedga sig mot någon typ av risk innan 
den vägts mot de andra riskerna som organisationen står inför. Lam nämner att 
implementeringsprocessen av ERM sträcker sig över flera år och kräver starkt stöd från ledningen. 
Han belyser även vikten av att utse en CRO för integrerandet av ERM. 
 
Det finns tydliga likheter mellan Dickinsons uppfattning av ERM och den som COSO-modellen 
nedan beskriver. Samkoordination av risker, vikten av mål och den väsentliga roll som 
organisationens struktur spelar är saker som även COSO anger som grundläggande för ERM. Lams 
definition fokuserar mycket på den holistiska synen på riskhantering, betydelse av CRO och central 
riskhantering, vilket även COSO-modellen gör. De båda teorierna förstärker tillsammans intrycket 
av att COSO-modellen är en relevant modell att utgå ifrån.  
 
2.2.1 Kritik mot ERM 
Även om ERM förspråkas på flera håll finns det en del kritiker som anser att begreppet ej, i 
tillräcklig utsträckning, tar hänsyn till organisations-teoretiska aspekter samt att det blir alltför 
abstrakt för att stödja implementering. I artikeln av David Martin och Michael Power (2007) 
beskrivs flera av de fallgropar som införandet av ERM för med sig. De visar exempelvis på 
svårigheterna med att konkretisera steg för riskhantering. 
 
Andra aspekter av ERM som har gett upphov till kritik är exempelvis att den empiriska forskningen 
på området saknar en objektiv syn vad gäller orsakssamband mellan variabler. Exempelvis nämner 
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Bromiley et al. (2014) att hänsyn inte tas till kausaliteten mellan implementering av ERM och 
uppvisande av ett starkt resultat. De argumenterar för att implementeringen inte behöver vara det 
som leder till det stärkta resultatet utan att företag med ett starkt resultat i högre utsträckning väljer 
att implementera ERM.   
 
2.3 COSO-modellen 
Den definition av ERM som används i uppsatsen ges av COSO´s ramverk “Enterprise Risk 
Management-Integrated Framework” (2004). Ramverket är det mest välkända inom ERM och 
används av företag över hela världen. COSO är ett nätverk som består av fem amerikanska 
organisationer som har skapat ett ramverk för hur företag kan använda sig av ERM. De 
organisationer som utgör COSO är en sammansättning av stora aktörer inom redovisning och 
revision; American Accouting Association, American Institutes of CPA’s, Financial Executives 
International, The Association of Accountants och Financial Professionals in Business (COSO, u.å.). 
Ramverket, som publicerades 2004, baseras på fyra grunder som företaget ska bygga sin verksamhet 
på; strategiska mål, operationella mål samt rapporterings- och efterlevnadsmål. För att kunna 
implementera dessa på ett optimalt sätt krävs åtta delar som beskrivs nedan. Delarna utgör basen för 
ERM (COSO, 2004). Majoriteten av börsnoterade företag i USA använder COSO’s modell för 
intern kontroll (McNally, 2013). 
 
 
COSO-kuben, (2012) 
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Teori i punkt 2.3.1 till och med 2.3.9 är hämtad från COSO Enterprise Risk Management - 
Integrated Framework (2004) om inget annat anges. 
 
2.3.1 Den interna miljön (The Internal Environment) 
Den interna miljön i företaget är grunden för övriga delar av ERM och sätter tonen för hur mål 
skapas och hur riskmedvetenheten ser ut i företaget. Inom den interna miljön finns det flera faktorer 
som bör tas i beaktande. En komponent är företagets riskhanteringsfilosofi vilken innefattar hur 
företaget ser på risk i alla delar av verksamheten. När företagets riskhanteringsfilosofi är 
välutvecklad, förstådd och mottagen av de anställda så har företaget goda förutsättningar att bedriva 
sunda riskhanteringsprocesser. Om så inte är fallet finns det däremot en risk att implementeringen 
av ERM blir ojämn i företaget vilket inte är gynnsamt. Riskaptiten är en del av 
riskhanteringsfilosofin och influerar därmed riskkulturen i företaget. Ett företags riskaptit är 
mängden risk som ett företag är villiga att ta på sig för att öka sitt värde. I publikationen från COSO 
(2012) fastställs även att det är av stor vikt att riskaptiten är väl formulerad och tydligt 
kommunicerad ut i organisationen samt att den justeras vid behov. 
 
Företagets styrelse är en annan relevant faktor för den interna miljön. Det är viktigt att det finns en 
effektiv styrelse eftersom den har ett stort inflytande vilket är vitalt för en fungerande ERM-miljö. 
Styrelsen ska vara kunnig, framför allt inom riskrelaterade frågor, och det kan utifrån denna aspekt 
gynna styrelsearbetet att ha personer från ledningen med i styrelsen. Det är dock även viktigt att ha 
oberoende styrelsemedlemmar som kan se över ledningen i företaget. En annan väsentlig del av 
arbetet med den interna miljön är integritet och etiska värderingar. Dessa är grundläggande då ERM 
aldrig kan fungera effektivt om personerna bakom arbetet inte följer de värderingar som företaget 
har. Därmed måste företaget säkerställa att alla anställda verkar i enlighet med värderingarna för att 
minimera störningsmoment. För att säkerställa en miljö där detta underlättas bör företagsledningen 
arbeta för en företagskultur som stöttar den etiska standarden. Den interna miljön är sammantaget 
oerhört viktig då den kan verka både hjälpande och stjälpande för företaget eftersom den 
genomsyrar alla delar av ERM. 
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2.3.2 Formulerandet av mål (Objective Setting) 
Strategiska mål är grunden för operativa mål, rapporterings- och efterlevnadsmål. Det är av stor vikt 
att ett företag har en mission och vet vart de vill komma då de strategiska målen är baserade på 
missionen och förklarar hur företaget ska nå dit. När det finns tydliga strategiska mål vet de också 
vilka risker de ska hantera för att kunna uppnå respektive mål. Det finns olika sätt att uppnå målen 
och ledningen måste diskutera och jämföra strategier och risker för att komma fram till ett 
välgrundat beslut.  
  
De mål som sätts ska vara mätbara och ERM förutsätter att hela personalen förstår dem. De 
operativa målen rör frågor så som effektivitets- och lönsamhetsmål. Rapporteringsmål behandlar 
mål rörande rapportering till ledningen, samt till övriga intressenter, vilka tjänar till att 
rapporteringsprocedurer ska fungera på ett bra sätt. Efterlevnadsmål betyder att organisationer har 
som mål att efterleva lagar och regleringar. 
 
2.3.3 Identifiering av händelser (Event Identification)  
Identifiering av händelser behandlar företagets förmåga att identifiera både interna och externa 
händelser som kan påverka företagets möjlighet att uppnå sina mål. Händelserna i detta fall är 
engångsföreteelser som antingen kan ha positiv eller negativ inverkan på företaget. Ledningen 
uppmärksammar händelser som de vet kan förekomma men som den inte är säker på när 
inträffandet kommer ske eller hur stor inverkan händelsen kommer att få för företaget. Det är även 
viktigt att företaget, när det kartlägger möjligheterna för att olika händelser kan inträffa, inte bara 
fokuserar på de negativa händelserna utan ser på alla möjliga scenarion som en helhet. Genom detta 
bildas en bredare och bättre översikt av möjliga händelser. Ett exempel på en extern faktor är det 
politiska klimatet i landet eller länderna som företaget är verksamt i. Denna faktor kan medföra 
bättre eller sämre klimat för företaget att vistas i och förändringarna kan exempelvis handla om 
högre eller lägre företagsskatt alternativt handelsförbud mellan olika länder. Det finns även sociala 
externa faktorer som till exempel demografiska förändringar alternativt en urbanisering av 
folkmassan.  
 
För att effektivt kunna identifiera händelser måste ledningen vara medveten om och uppmärksam på 
de företeelser som leder fram till händelserna, så kallade relaterade händelser. Om ledningen lär sig 
identifiera dessa företeelser kan händelserna snabbt uppfattas och tas med i riskberäkningar. Ett 
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exempel på en företeelse som kan leda till en större händelse är införandet av en ny lag som höjer 
skatterna på import av en viss vara (företeelse). Då kan man anta att priset på denna vara kommer 
att öka inom landet (händelse). Som grossist kan man därmed, genom att bevaka relaterade 
händelser, förutse detta och vidta åtgärder för att minska händelsens inverkan på företaget.  
 
2.3.4 Riskbedömning (Risk Assessment)  
Riskbedömning är företagets förmåga att förstå hur olika händelser kan leda till risk och på vilket 
sätt detta kan ske. Ledningen ska ta hänsyn till den grundläggande risken, vilken är den risk en enhet 
står inför om inga försvarsåtgärder tas för att förebygga den. De ska även ta hänsyn till den risk som 
återstår om ledningen vidtar försvarsåtgärder för att mildra riskens påverkan. Från detta följer att 
ledningen först måste uppmärksamma den grundläggande risken för att, efter att riskåtgärder 
vidtagits, kunna granska den residuala risken.  
 
Riskvärdering ska ske utifrån två perspektiv, dels hur stor sannolikheten är för att händelsen ska 
inträffa och dels hur stor inverkan händelsen kommer att ha för företaget om den inträffar. Vid 
riskvärderingen måste det även inkluderas ett rimligt tidsperspektiv i förhållande till företagets 
verksamhet. Ledningen ska kritiskt granska sina egna intuitiva åsikter beträffande inställning till 
riskhantering och genom att kvantitativt analysera historisk data försöka dra objektiva slutsatser 
angående vad som kan komma att ske. Av denna anledning är det gynnsamt för företaget att 
registrera så mycket data som möjligt för att kunna använda om liknande händelser skulle ske i 
framtiden. 
 
2.3.5 Riskåtgärder (Risk Response) 
Riskåtgärder behandlar olika sätt att reagera på och styra risk. De delas upp i fyra olika typer av 
åtgärder vilka är; 
 
Undvikande: När företaget tar bort aktiviteter som anses innebära hög risk, till exempel en hel 
produktlinje eller avdelning. Denna åtgärd används när risken helt enkelt är för hög för att minska 
eller dela bort, eller för den delen att acceptera. 
 
Minskning: När företaget på olika sätt minskar sannolikheten för att risken inträffar eller, om risken 
inträffar, att effekten av den minskar.  
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Delning: Delning innebär att överföra och, alternativt eller, dela upp risken. Även denna åtgärd 
brukas när risken med modifikationer går att hantera. Ett alternativ kan vara att förlägga delar av 
verksamheten med hög risk hos ett annat företag, att använda “outsourcing”. 
 
Acceptans: Acceptans innebär att ingen åtgärd görs, varken för att minska påverkan av risken eller 
sannolikheten att den inträffar. Denna strategi används när risken är inom företagets toleransnivå. 
 
Organisationen kartlägger olika metoder för hantering och deras respons och väljer den åtgärd som 
ger en respons med residual risk inom accepterade nivåer. Reaktionen på vissa risker är svårare än 
andra att se, till exempel konkurrenternas påverkan på värdet av företagets varumärke. 
 
Det som ska vägas in när man väljer åtgärd är: 
● kostnader mot fördelar av olika reaktioner och att förhindra status quo 
● både sannolikheten och påverkan av risken  
● möjligheter som olika åtgärder kan leda till i förlängningen 
 
När företag arbetar utifrån ERM ska risken hanteras på central företagsnivå istället för avdelningsvis 
samt mer likna en portfolio av risker snarare än enskilda risker. Vald åtgärd eller kombination av 
åtgärder behöver inte nödvändigtvis ha lägst residual risk men riskens effekt måste vara inom 
företagets toleransnivå. När man valt åtgärd ska man göra en implementeringsplan för den. En 
kritisk del för detta arbete är att etablera väl fungerande kontrollaktiviteter. 
  
2.3.6 Kontrollaktiviteter (Control Activities)  
Kontrollaktiviteter är aktiviteter som genomförs i hela organisationen på alla nivåer, till exempel 
godkännanden, uppföljning av beslut samt uppdelande av plikter. Syftet med kontrollaktiviteter är 
att kontrollera riskåtgärderna så att de verkställs på de sätt som tidigare beslutats om. Företagen 
kontrollerar system och processer inom organisationen genom interna kontroller. Några exempel på 
intern kontroll är fysisk kontroll, uppdelning av plikter, prestandaindikatorer med flera. Det är viktigt 
att de kontrollaktiviteter som används även utvärderas regelbundet. De interna kontrollerna bör 
följas upp för att säkerställa att de är effektiva. 
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2.3.7 Information och kommunikation (Information and Communication)  
För att arbetet med ERM ska kunna genomföras på ett effektivt sätt är det viktigt för företaget att ha 
väl fungerande informationssystem. Informationen som samlas in bör komma från både externa och 
interna källor och från den operationella såväl som den finansiella verksamheten. Eftersom det 
vanligtvis är en stor mängd information som måste ses över är det även viktigt med en tydlig 
infrastruktur för hanteringen. I urvalet av relevant information bör företaget ta hänsyn till historisk 
såväl som aktuell information eftersom båda understödjer en effektiv riskhantering. Informationen 
som samlas in bör vara av hög kvalité för att undvika onödigt resursslöseri och det bör även finnas 
en tydlig strategi för vem som ska få tillgång till den samt vid vilken tidpunkt. Företaget bör arbeta 
med att kommunicera risker både vertikalt och horisontellt inom organisationen för att främja att 
personal på olika positioner och sektioner får en mer nyanserad bild av den totala risken. I linje med 
ett effektivt ERM-arbete bör det även vara möjligt för anställda att vända sig direkt till styrelsen 
alternativt företagets revisor med frågor och information av känslig karaktär. 
  
Delar som enligt COSO är extra viktiga att förmedla internt med hänseende till ERM; 
● Företagets riskaptit  
● Vikten av ERM för företaget (bör förmedlas av toppledningen) 
● Ett gemensamt språk för risk 
● Ansvarsroller för personal rörande ERM 
● Företagets syfte med riskhanteringen 
 
2.3.9 Övervakning, uppföljning och utvärdering (Monitoring)  
För att se till att ERM-systemet fungerar på bästa sätt behövs även ett system för övervakning och 
uppföljning. Detta kan ske antingen kontinuerligt, att kontrollsystemen utvärderas regelbundet, eller 
periodiskt då kontrollsystemen utvärderas vid behov. Utvärderingen kan även ske genom en 
kombination av de båda sätten. Det är dock att föredra en högre andel kontinuerliga uppföljningar 
eftersom detta effektiviserar hela processen och kräver mindre resurser. Det optimala systemet för 
ett väl fungerande ERM är en kombination av kontinuerliga och periodiska uppföljningar. Ett 
vanligt förfarande är att det är den ansvarige för en viss division som utför en utvärdering för hur 
denna sektion hanterar risk och i vilken utsträckning man följer satta riktlinjer. Det är svårt att ge 
fastställda riktlinjer för vad som skall rapporteras men i huvudsak är det upptäckter alternativt 
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förhållanden som eventuellt skulle kunna påverka riskhanteringsarbetet i organisationen i något 
avseende. 
 
2.4 Kritik mot COSO-modellen 
Kritik har riktats mot att ramverket understödjer den falska tryggheten ett riskhanteringsverktyg ofta 
medför (Holt, 2004). Andra menar att de steg för implementering som COSO’s ramverk för ERM 
presenterar är för breda och intetsägande. Kritik mot ERM betonar att COSO’s teknik för 
applicering av ERM inte är tillräckligt tydlig och vägledande (Arwinge, 2010). Fortsättningsvis tros 
det faktum att COSO-ramverket utformats av redovisningsgrupper begränsa det till att enbart kunna 
användas inom ekonomiska organisationer, något som dock inte utesluter varken banker eller 
försäkringsbolag eller ifrågasätter deras lämplighet för implementering av COSO-ramverket 
(Jervelius och Melinder, 2006). 
 
Mer specifikt finns det även kritik mot vissa av de definitioner som COSO-ramverket gör, 
exempelvis definitionen av grundläggande risk för företag. Ramverket presenterar den 
grundläggande risken som den risk som existerar i total frånvaro av riskhantering. Detta synsätt 
kritiseras i en artikel av Fraser och Simkins (2007) då de hävdar att det i praktiken är omöjligt att 
definiera denna risk. Författarna argumenterar för att företag borde se till den “största risk som 
sannolikt skulle kunna inträffa” istället eftersom det är en bättre bas att utgå från.  
 
2.5 Tre försvarslinjer  
Många företag inom den finansiella branschen använder sig idag av en modell för riskhantering som 
går under benämningen tre försvarslinjer, på engelska “Three lines of defence”. Även om modellen 
har fått ett starkt fotfäste inom den finansiella branschen så är den inte tillräckligt testad än för att 
användas i andra branscher. Organisationer kan använda sig av modellen som ett steg i att försöka 
åstadkomma struktur inom riskhantering, även om den måste modifieras efter typ och storlek på 
företaget (Internrevisorerna, 2012). Modellen bygger på tre försvarslinjer som används för att 
hantera risker över hela organisationen (Sword Active Risk, 2015). 
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Den första försvarslinjen utgörs av den operativa verksamheten. Denna funktion äger och hanterar 
riskerna som uppstår i den operativa verksamheten. Chefen för respektive verksamhet är riskägare 
då de har bäst förståelse för riskerna som verksamheten utsätts för. Det är också riskägarna som har 
i uppgift att hantera riskerna och hålla dem i nivå med företagets riskaptit. I den andra försvarslinjen 
återfinns riskkontroll vars funktion är att övervaka riskerna. Här är ofta en CRO ytterst ansvarig för 
arbetet och rapporterar, samt ger råd, till styrelsen. Riskkontroll arbetar med att kontrollera riskerna 
över hela verksamheten samt att implementera nya strategier för att minimera risker. Under den 
andra försvarslinjen finns även en funktion inom compliance som har i uppgift att efterleva och 
övervaka lagar och regleringar. 
 
Den tredje linjen behandlar intern revision och vikten av att riskhanteringen fungerar samt att 
riskhanteringsprocesserna är effektiva. Funktionen ämnar till att försäkra oberoende i organisationen 
och övervaka att processer, ledning och intern kontroll hanteras på ett effektivt sätt (Institute of 
Internal Auditors, 2013). I den tredje linjen försäkras därmed att systemen i de två första linjerna är 
väl fungerande (Sword Active Risk, 2015). 
 
2.6 Regleringar  
Nedan presenteras olika fördrag som uppsatsen kommer att utgå från vid analysen av branscherna. 
Efter en inledande presentation jämförs fördragen med varandra. 
 
2.6.1 Basel 
The Basel Committee on Bankning Supervision grundades 1974 av centralbankscheferna i G10-
länderna. Syftet med kommittén var att skapa ett forum för att diskutera övervakning av banker. 
Kommittén satte även minimumnivåer för hur regleringar och övervakning av banker skulle gå till 
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för att säkerställa den finansiella stabiliteten. Bankernas kapitalkvot blev så småningom det 
huvudsakliga fokusområdet hos kommittén och de började arbeta mot en gemensam kapitalkvot. 
Det första fördraget, Basel I, infördes 1988 och innehöll ett kapitalkrav på åtta procent som 
bankerna skulle anpassa sig till. År 1991 utvecklades fördraget till att innefatta en tydligare definition 
av förlustreserver för lån vilket inkluderas i beräkningen av kapitalkraven. Vidare utvecklades 
fördraget ytterligare från att tidigare endast ha fokuserat på kreditrisker till att även inkludera 
marknadsrisker. Denna förändring gjordes för att bland annat ta hänsyn till risker relaterade till 
valutakurser och handel med derivat (BIS, 2014). Under den rådande finansiella instabiliteten i slutet 
av 90-talet beslutade kommittén att ersätta det första fördraget med ett nytt, Basel II (Forsberg, 
2010). Det tidigare direktivet, Basel I, förbisåg ett antal viktiga risker såsom exempelvis operationell 
risk och ränterisk. Regelverket introducerades 2004 och antogs i Sverige under 2007. Likt Basel I 
krävde även Basel II åtta procent i kapitaltäckning men en betydande skillnad var att den nya 
förordningen även krävde att banker skulle beräkna sin risk och sitt kapitalbehov med en mer 
riskkänslig metod, “The internal method”. En annan skillnad var utökade rapporteringsregleringar 
för att öka transparensen. Därmed innefattade Basel II mycket av det som redan redogjorts för i 
Basel I men med ett antal tillägg och preciseringar. 
 
Basel III tillkom i sin tur under 2008-2009 efter den senaste finanskrisen då behovet av en 
stabiliserande faktor var stort. De stora skillnaderna från det tidigare Basel II var ännu mer specifika 
riskhanteringsprocedurer och fler riskaspekter att ta hänsyn till samt utökade krav på likviditet hos 
banker. Kapitalreserven är fortfarande satt till åtta procent av de riskvägda tillgångarna men år 2019 
ska den uppgå till 10,5 procent. Riskvägda tillgångar beräknas genom att bankens tillgångar, 
tillsammans med de tillgångar som inte finns i balansräkningen, multipliceras med en riskvikt. Denna 
riskvikt bestäms av låntagarens sannolika förmåga att betala tillbaka lånet. Kapitalhållningen ska 
täcka oväntade förluster, medan förväntade förluster ska täckas av operationell vinst (Sveriges 
Riksbank, u.å). 
 
De likviditetsregleringar som Basel III innefattar är Liquidity Coverage Ratio (LCR) samt Net Stable 
Funding Ratio (NSFR). LCR kräver att bankens likviditetsbuffert är minst lika stor som 
nettoutflödet under 30 dagar med finansiell stress. NSFR innebär att bankens stabila finansiering, till 
exempel inlåningar och emitterade värdepapper med löptid på minst ett år, ska vara större än 
bankens behov av stabil finansiering. Behovet av stabil finansiering utgörs bland annat av vilka typer 
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av tillgångar banken har. Emitterade värdepapper på löptid över ett år anses som en 100 procent 
stabil finansiering medan lån från finansiella företag anses vara en instabil finansieringslösning. 
Tillgångar i form av kontanter är helt oberoende av stabil finansiering medan lån till kreditinstitut på 
över ett år är 100 procent beroende av stabil finansiering. Utöver kreditrisken syftar Basel till att 
motverka operationell risk, det vill säga risken för brott och olyckor inom verksamheten som ger 
upphov till både direkta och indirekta förluster. Operationell risk står för cirka 20 procent av 
kapitaltäckningskravet enligt Basel-fördraget (Sveriges Riksbank, u.å). 
 
Basel III har ännu inte införts fullt ut i svensk lag utan är planerat att införas löpande mellan 2013 
och 2016. Det är flera företag som börjat anpassa sig efter regelverket för att underlätta övergången 
(Sveriges Riksbank, u.å.). 
 
2.6.2 Solvens 
Solvens II är benämningen på ett direktiv från EU-kommissionen från maj 2009 som syftar till att 
stärka jämförbarhet, konkurrenskraft samt transparens inom försäkringsbranschen. Genom 
direktivet vill man stärka skyddet för konsumenter och andra intressenter genom exempelvis ökade 
krav för rapportering. Direktivet förgrenar sig i tre pelare (European Commission, 2015); 
 
1. Den första pelaren anger kvantitativa krav såsom regleringar för värdering av tillgångar och skulder 
(i synnerhet, tekniska bestämmelser) för beräkning av kapitaltäckningskrav och för identifiering av 
kvalificerat eget kapital för att täcka dessa krav. 
 
2. Den andra pelaren anger krav för riskhantering, styrning, samt detaljer rörande 
övervakningsprocesser från myndigheter. Detta ska säkerställa att det regelmässiga ramverket 
kombineras med varje företags eget system för riskhantering och att det i sin tur verkar informativt 
för företagets beslut. 
 
3. Den tredje pelaren anger transparens, rapportering till övervakande myndigheter och öppenhet 
gentemot allmänheten som viktiga element för att förstärka disciplinen på marknaden och öka 
jämförbarheten för att i sin tur främja ökad konkurrens. 
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Sammanfattningsvis kan det konstateras att Solvens II anger både kvantitativa och kvalitativa krav 
inklusive nya utökade krav för rapportering och översyn. Direktivet är principbaserat vilket innebär 
att respektive företag har möjligheten att implementera de åtgärder som de anser behövs för att 
uppfylla de kriterier som omnämns(Scor, 2015). Detta innebär att det inte finns konkreta regler för 
exakt hur företaget ska gå tillväga för att uppfylla kraven. På grund av olika förseningar har datum 
för implementering skjutits upp ett antal gånger men det senaste beskedet är att samtliga EU-länder 
ska ha infört direktivet till den förste januari 2016 (Finansinspektionen, u.å.). I Sverige är det 
Finansinspektionen som överser mycket av det förberedande arbetet inför införandet och 
organisationen verkar även rådgivande för företagen. 
  
Föregångare till direktivet var 14 samlade direktiv, vilka numera sammantaget brukar benämnas 
Solvens I. Dessa direktiv ansågs bristfälliga beträffande vilka risker de berörde, hänsynen till 
skillnader mellan olika företag och organisationer samt komplexiteten i riskbedömningsmomentet. 
EU-kommissionen ansåg därför att det behövdes ett nytt direktiv som tog dessa problem i 
beaktande och som skulle vara mer effektivt i praktiken och därmed skapades Solvens II (European 
Commission, 2015). 
 
2.6.2.1 Omnibus II 
Under 2007 skapades Lissabonfördraget som hade till syfte att stärka utrikespolitiska förbindelser, 
säkerhetspolitiken och demokratin inom EU samt att reformera processer för att göra dem mer 
ändamålsenliga. Följden blev att europeiska unionens befogenheter reviderades och i och med 
fördragets implementering under 2009 behövde man göra vissa ändringar i tidigare framtagna 
direktiv och förordningar, däribland Solvens II. Detta, samt den stora finansiella instabiliteten till 
följd av finanskrisen 2007-2008, ledde år 2014 till skapandet av Omnibus II direktivet som både 
ändrar och kompletterar Solvens II (European Commission, 2015). Omnibus II anger fler specifika 
krav, exempelvis frekvens för rapportering av aggregerade statistiska uppgifter, samt mer detaljerade 
beskrivningar för att utöka tydligheten och minimera risken för missuppfattningar och kryphål (Eur-
lex, 2014). 
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2.6.2.2 ORSA (Own Risk and Solvency Assesment) 
I Solvens II anges ett speciellt förfarande som varje företag bör genomföra, ORSA, som är en egen 
risk- och solvensbedömning. Där anges att ”Varje försäkringsföretag och återförsäkringsföretag ska 
som en del av sitt riskhanteringssystem genomföra en egen risk- och solvensbedömning” (Eur-lex, 
2009 §36). Mer specifikt ska denna bedömning inkludera bland annat företagets riskprofil och hur 
mycket kapital som behövs för att täcka riskerna i verksamheten. En ORSA ska överse de närmaste 
tre till fem åren och bestå av både kvantitativa och kvalitativa uppgifter (Finansinspektionen, 2011). 
Solvens II bidrar med riktlinjer för företagen när de ska ta fram en ORSA. Det är av stor vikt att 
företagets ORSA kommuniceras ut i alla relevanta delar i företaget och att den genomsyrar allt 
beslutsfattande inom företaget (EIOPA, 2015). 
 
2.6.3 Jämförelse mellan Solvens II och Basel III 
Solvens II och Basel III är snarlika i strukturen då de båda är uppbyggda av tre pelare där den första 
anger någon typ av kvantitativa krav, den andra tillsyn och övervakning från exempelvis myndigheter 
och den sista rapportering. Rapporteringen innefattar dels intern men framför allt extern 
rapportering. Däremot skiljer sig fördragen åt på vissa punkter vilket Al-Darwish et al. nämner i sin 
rapport från 2011. Rapporten redogör för att den största skillnaden är att Basel III syftar till att 
reglera kapitaltäckningskrav och öka kvaliteten på kapitalet medan fokus för Solvens II ligger mer på 
rapportering och transparens för att skydda intressenter. Solvens II har även ett bredare fokus då 
direktivet konsoliderar 14 existerande direktiv och det har även varit under utveckling en längre 
period än Basel III. En annan aspekt där de båda fördragen skiljer sig är hur kraven har utformats. 
Baseldirektivet utgår från risker som separata medan Solvens II även ser till korrelationer olika risker 
emellan. Inget av fördragen har ännu implementerats fullt ut men flertalet företag, inom både 
försäkringsbranschen och bankbranschen, har redan vidtagit åtgärder för att anpassa sig efter dem.  
 
2.7 Hypotes  
Baserat på de fördrag som beskrivs ovan tror författarna att försäkringsbolag agerar mer i linje med 
ERM än vad banker gör. Anledningen till antagandet är att Solvens II kräver ökad kommunikation 
mellan företagets avdelningar, kvalitativ riskbedömning samt intern kontroll. Detta är aspekter som 
också anses viktiga i COSO’s ramverk. 
  
27 
 
3. Metod 
I detta kapitel diskuteras valet av undersökningsmetod och undersökningsobjekt samt vilken typ av 
datainsamling och källor författarna har använt sig av. Även tolkning av svar, avgränsningar, bortfall 
och metodkritik diskuteras i detta stycke. 
 
3.1 Val av undersökningsmetod 
Valet av undersökningsmetod är av kvalitativ typ där fokus ligger på insamling och analys av data 
från intervjuer. En kvalitativ uppsats är ofta induktiv där teorin bygger på insamlad data (Bryman, 
A., Bell, E., 2013). Uppsatsen skiljer sig dock från detta i avseendet att tanken med studien är att 
jämföra en befintlig teori med insamlad data. Utefter vad som framkommer av intervjuerna tas även 
andra teorier och regelverk i beaktning. 
 
Datainsamling sker dels genom intervjuer, både personliga och via telefon, och dels genom 
granskning av årsredovisningar samt övriga officiella rapporter. Kvalitativa intervjufrågor tenderar 
att vara mindre strukturerade än frågor som ställs i en kvantitativ undersökning. En semistrukturerad 
intervju bygger ofta på temat som ska beröras men den intervjuade har möjlighet att uttrycka sig 
relativt fritt då kvalitativa intervjuer är mer flexibla (Bryman och Bell, 2013). I de kvalitativa 
intervjuerna som genomförs används en intervjuguide med förberedda frågor (se bilaga 1). Under 
intervjuerna får dock intervjupersonen möjlighet att utveckla sina svar utförligt och falla in på 
sidospår, intervjuaren anpassar följdfrågor efter svaren som framkommer. Majoriteten av 
intervjuerna genomförs via telefon där samtalen spelas in och sedan transkriberas för 
sammanställning och analys. Alla intervjupersoner måste lämna sitt godkännande om att samtalet 
spelas in. Två av intervjuerna har genomförts via personliga möten.  
 
3.2 Val av undersökningsobjekt 
Vid valet av undersökningsobjekt ligger fokus på att vända sig till försäkringsbolag med så liten andel 
bankverksamhet som möjligt respektive banker med så liten andel försäkringsverksamhet som 
möjligt för att i största möjliga utsträckning kunna isolera kärnverksamheten. Detta är viktigt 
eftersom jämförelsen sker mellan banker och försäkringsbolag och det finns därmed en risk att 
jämförelseobjekten blir alltför lika om ingen hänsyn tas till detta. Både banker och försäkringsbolag 
är valda utifrån kriteriet att de bedriver verksamhet på den svenska marknaden. Vidare hade samtliga 
undersökta bolag år 2013 en koncernbaserad rörelseomsättning inom intervallet 0,7-80 miljarder 
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svenska kronor. En avgränsning från bolag med mindre omsättning görs för att se till att jämförelsen 
mellan bolagsgrupperna är relevant. 
 
3.3 Bortfall  
I början av studien skickades mail till 27 företag där de erbjöds att medverka i intervjuer rörande 
riskhantering inom deras företag. Av de tillfrågade valde nio företag att medverka, fyra stycken 
tackade nej och från övriga erhölls ej något svar. Bortfallet är helt slumpmässigt och det går inte att 
hitta något mönster i vilka företag som valt att ej deltaga.  
 
3.4 Datainsamling och källor 
Inledningsvis granskas befintliga källor som berör riskhantering och ERM för att få en större 
förståelse för ämnet. Den information som företagen publicerat för allmänheten, såsom exempelvis 
årsredovisningar och bokslutskommunikéer, används för att få en tydligare bild av respektive bolag. 
Intervjuerna genomförs med riskansvariga inom respektive organisation, antingen riskansvariga för 
en viss typ av riskslag eller för den centrala riskenheten och den huvudsakliga datakällan är den 
information som inhämtas från intervjuerna. All insamlad data presenteras anonymt då det inte är 
relevant för resultatet i uppsatsen att redogöra specifikt för vilka företag som deltagit i 
undersökningen. Fler företag förväntas också vara villiga att ställa upp på intervjuer om de 
presenteras anonymt. Bankerna presenteras som Bank A, B, C, D, E och försäkringsbolagen som 
Försäkringsbolag F, G, H, I. Ingen värdering läggs vid valet av bokstav och undersökningsobjekten 
presenteras helt utan inbördes rangordning.  
 
Den huvudsakliga källan för teoribeskrivning är COSO’s ramverk för ERM då det är denna 
definition av ERM som uppsatsen kommer utgå ifrån.  
 
3.5 Tolkning av svar 
Författarna är medvetna om att företagen kan önska svara på intervjufrågorna så att företaget i fråga 
framstår på ett visst sätt. Presentationen av företagen sker helt anonymt och därmed även all 
eventuellt känslig information. Ett rimligt antagande är att detta minskar företagens incitament till att 
svara osant. För att lättare kunna försäkra sig om sanningshalten i svaren ställs uppföljande frågor 
och får företaget att beskriva och redogöra för sina svar så noggrant som möjligt.  
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3.6 Avgränsningar 
Undersökningen är avgränsad till bolag som bedriver verksamhet i Sverige men som kan vara ägda 
av utländska bolag. Denna avgränsning är väsentlig då bolag som praktiserar i Sverige lyder under 
samma lagar och regleringar och därför är jämförbara ur detta hänseende. Ytterligare en 
metodavgränsning som görs är att intervjuerna huvudsakligen genomförs per telefon. Detta beror på 
att majoriteten av de företag som kontaktats, på grund av den korta framförhållningen på ett par 
veckor, inte haft möjlighet att boka in personliga intervjuer.  
 
De ekonomiska fördelar som ERM potentiellt skapar kommer förbises då uppsatsen utgår från att 
de båda branscherna borde ha likvärdiga incitament till att stärka sin ekonomiska position och då är 
en gemensam faktor som denna irrelevant vid en jämförelse. Vad gäller företagens interna miljö 
kommer undersökningen ej behandla styrelsens effektivitet. Denna avgränsning görs då graden av 
effektivitet är en svår faktor att mäta och kräver djupare studier inom det specifika området. 
Uppsatsen kommer därmed utgå från att styrelserna för respektive bolag är effektiva. På samma sätt 
är det svårt att genom intervjufrågor och information från årsredovisningar erhålla sanningsenliga 
svar på somliga värdeladdade frågor, likt huruvida företagen har ett effektivt system för intern 
rapportering. Eftersom det är osannolikt att företag som saknar ett effektivt system skulle ange att 
deras system är ineffektivt utelämnar uppsatsen denna typ av frågor. I uppsatsen antas även att 
företagen tar hänsyn till positiva händelser i sin omgivning.  
 
3.7 Metodkritik  
Valet att utföra intervjuer medför möjligheten att ställa följdfrågor och att få utförliga svar. Samtidigt 
innebär det, på grund av att det är ett tidskrävande tillvägagångssätt, att antalet undersökningsobjekt 
måste begränsat. Om istället enkäter hade skickats ut till samtliga större nordiska banker och 
försäkringsbolag hade antagligen fler men mindre utförliga svar erhållits. Kritik som riktas mot det 
kvalitativa tillvägagångssättet berör bland annat risken för att undersökningen blir alltför subjektiv 
samt att det finns svårigheter när det kommer till att replikera en undersökning. Det kan även riktas 
kritik mot bristande transparens, då det inte alltid framgår hur undersökningsobjekten valts ut och 
hur analysen av svaren genomförts (Bryman och Bell, 2013). Uppsatsen förklarar tydligt hur 
undersökningsobjekten valts ut men det råder fortfarande viss brist på transparens då det inte 
redovisas närmare uppgifter om undersökningsobjekten. De intervjuade är måna om att intervjuerna 
förblir fullständigt anonyma och av den anledningen kommer de fullständiga intervjuerna ej bifogas i 
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uppsatsen. Författarna är medvetna om att detta minskar transparensen i uppsatsen men har valt att 
det ska förbli så utav respekt för de personer som intervjuats och de företag de representerar. Valet 
av metod, att utgå ifrån endast en specifik teori, kan kritiseras då det utesluter andra möjliga teorier 
om ERM. Eftersom författarna strävar efter att få en enhetlig redogörelse av ERM väljer de dock att 
avgränsa sig till en teori och istället presentera denna mer utförligt. Valet av just COSO’s ramverk 
rättfärdigas genom att den är utformad av fem stora revisionsassociationer i USA och är väl använd. 
Andra teorier angående ERM har även tagits i beaktning för att underbygga trovärdigheten i 
COSO’s ramverk.  
 
3.7.1 Validitet och reliabilitet 
Reliabilitet och validitet är två viktiga begrepp när det kommer till bedömningen av en 
undersökning. Reliabilitet avser huruvida resultatet skulle bli detsamma om undersökningen 
genomfördes igen, eller om det påverkats av tillfälligheter. För att undersöka validiteten måste en 
bedömning göras om det man mäter i undersökningen är det som verkligen avses mätas. Vad gäller 
kvalitativ forskning brukar dessa begrepp anpassas till fyra kriterier för trovärdighet; tillförlitlighet, 
överförbarhet, pålitlighet och konfirmering (Bryman och Bell, 2013). För att tillförlitligheten ska 
garanteras kan respondentvalidering utföras. Detta genomförs för att kontrollera att deltagarna i 
undersökningen kan säkerställa att det som författarna har återgett stämmer överens med det som 
respondenterna framförde. Momentet genomförs inte då tidsramen för projektet inte ger utrymme 
för det. Överförbarheten i resultatet är relativt hög då metoden för undersökningen noggrant 
redogör för hur undersökningen genomförts. Det finns dock andra aspekter som skiljer sig och gör 
varje intervju unik, exempelvis följdfrågor som ej redovisats i intervjumallen. Författarna är helt 
oberoende av undersökningsobjekten och strävar efter att vara så objektiva som möjligt i sitt 
insamlande samt i utvärderande av empirin.  
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4. Empiri  
Under empirin presenteras data från de kvalitativa undersökningarna. Data är uteslutande hämtad 
från svaren från de kvalitativa intervjuerna samt årsredovisningar från respektive bank och 
försäkringsbolag. För samtliga bolag presenteras en sammanställning av deras verksamhet när det 
kommer till de kriterier som COSO anger för ERM.  
 
En sammanfattning som i korthet återger hur regleringarna Basel respektive Solvens påverkar 
företaget och huruvida de ser på de olika riskerna tillsammans eller separat återfinns sist i varje 
avsnitt. Även karaktäristika hos företagens interna miljö och hur rutiner för rapportering, 
kommunikation och interna kontroller ser ut inom respektive företag återges. 
 
4.1 Banker 
 
4.1.1 Bank A 
Risktoleransen i banken fastställs av styrelsen och kommuniceras vidare i organisationen. De 
finansiella riskerna begränsas och kommuniceras genom fastställda limiter och de operativa riskerna 
behandlas genom kommunicerade direktiv som beskriver tillvägagångssätt för hur de ska hanteras. 
Besluten som styrelsen tar angående risktolerans baseras på hur tidigare risktolerans sett ut och 
bankens tolerans har legat på ungefär samma nivå under en längre period. Då bank A är en 
lågriskbank påverkas bankens riskhantering inte mycket av Basel III-regleringen men de har till följd 
av regelverket minskat sina likviditetsrisker och finansiella risker. Banken analyserar huvudsakligen 
kreditrisker då detta är den risk med störst inverkan på verksamheten. De andra riskerna, såsom 
marknadsrisk, likviditetsrisk och finansiella risker har företaget fullständigt hedgat sig mot med hjälp 
av olika verktyg, till exempel derivat. Styrelsen gör kvartalsvis uppföljningar av den interna 
kapitalutvärderingen. Vid dessa sammanträden följs de finansiella risklimiterna upp och styrelsen går 
även igenom kreditrisker och kreditförluster. På halvårsbasis går företaget igenom sina operativa 
risker. Bank A använder sig av en affärsmodell anpassad för att de ska kunna klara sig bra genom 
konjunktursvängningar. Utöver detta tas inte hänsyn till makroeffekter vilket motiveras med att de 
väljer kunder med en stabil återbetalningsförmåga. Riskhanteringen kommuniceras externt genom en 
publicerad riskrapport tillgänglig för allmänheten.  
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Den största inverkan Basel III-regleringen fått för Bank A är att de har reducerat vissa 
riskslag.  
 
Banken har formella kommunikationssystem, kontinuerliga uppföljningar och de ser på risker 
som individuella.  
 
Företaget har inget fast system för omvärldsbevakning och interna kontroller genomförs 
periodiskt. De har även ett mer separat synsätt på risk. Den interna miljön karaktäriseras 
av en starkt kommunicerad riskkultur. 
 
Bank A har ett stort kontorsnät och alla avdelningar kontrollerar risker inom sina respektive 
områden. Det är kontorschefen för varje avdelning som har ansvar för att upptäcka lokala händelser 
och om de bara berör den enskilda avdelningens arbetsområde så hanterar även kontoret dem lokalt. 
De olika sektionerna rapporterar dock vidare sina analyser till den centrala riskkontrollen. Genom 
företagets medlemskap i Svenska Bankföreningen får de även information om händelser i 
omvärlden. Bank A ser på risker som individuella och behandlar dem separat, därmed ser de ej risker 
på ett holistiskt sätt. Företaget försöker förminska alla sina risker i största möjliga mån och använder 
sig inte av outsourcing gällande riskverksamheten. Interna kontroller genomförs regelbundet och 
kontrollerna utvärderas periodiskt i den mån det är möjligt. Den centrala avdelningen för 
riskkontroll får rapporter från de olika affärsområdena och sedan rapporteras dessa, efter 
sammanställning, vidare av Chief Risk Officer till styrelsen. Bank A har inga fastställda system för 
internutbildning av anställda. 
 
 
 
 
 
 
 
 
 
 
 
4.1.2 Bank B 
Bank B genomgår för tillfället en större organisatorisk förändring och riskhanteringen kommer att 
förändras i takt med att verksamheten växer. Risktoleransen i bolaget bestäms från centralt håll och 
baseras på budgeten, det vill säga bolaget beräknar den accepterade risknivån efter hur deras 
målsättning för intäkter ser ut. De risker som Bank B väger in i sin riskbedömning är kreditrisker, 
övriga finansiella risker samt marknadsrisker och av dessa risker väger kreditriskerna tyngst då de 
utgör den största delen av bankens verksamhet. Hänsyn tas även till externa händelser genom 
information från Svenska Bankföreningen och Finansbolagens Förening. De anställda håller sig 
informerade om händelser i omvärlden och även makroeffekter vägs in då konjunkturförändringar 
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Bank B har i stor utsträckning påverkats av Basel III och företaget arbetar aktivt med att uppfylla vissa 
kriterier.  
 
Deras inhämtande av extern information går huvudsakligen via föreningsmöten och företaget behandlar till 
stor del risker separat.   
 
Interna kontroller sker genom självutvärderingsprogram och intern revision. Undersökningen visar inga 
tecken på att en distinkt riskkultur finns inom organisationen.  
 
påverkar viljan att utfärda krediter. För att bedöma hur stor påverkan respektive risk har utför 
analytiker löpande utvärderingar av de förändringar som sker. Till viss del behandlas risker på ett 
övergripande sätt men inte i någon större utsträckning. Vad gäller hanteringen av risker möter 
företaget olika risker på olika sätt, för att minska kreditrisker stramas till exempel kreditgivningen åt. 
Rapportering sker uppåt i organisationen och riskbedömningarna kommuniceras till styrelsen men 
för det mesta går informationen via VD först. Extern kommunikation sker genom årsredovisningar 
och andra publika rapporter. Den interna kontrollen utvärderas kontinuerligt genom 
självutvärderingsprogram och varje år genomförs även kontroller av fokusområden av företagets 
interna revisorer. 
 
Basel III har påverkat riskhanteringen hos Bank B i stor utsträckning. Regelverket har inneburit 
högre krav och företaget har varit tvungna att anställa mer personal. Bank B strävar efter att få 
benämningen Advanced IRB, Advanced internal ratings-based approach, som är en teknik för 
kreditriskmätning under Basel II. Vissa delar av verksamheten har uppnått kravet för Advanced IRB.  
 
 
4.1.3 Bank C 
Riskaptiten fastställs varje år efter en diskussion mellan riskenheten och styrelsen. Några av de 
faktorer som spelar in när förslaget om riskaptit utformas är omvärldsbevakning, affärsstrategier och 
tidigare incidenter. Basel III har påverkat företaget mycket men de betonar att det bara är ett av 
många regelverk som påverkar riskhanteringen. Tillsammans med de andra regleringarna har Basel 
III till hög grad påverkat Bank C att förändra sitt riskarbete, speciellt när det gäller kapitalhantering. 
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Banken jobbar aktivt med omvärldsbevakning genom ett centralt regelverksbevakande team samt ett 
omvärldsbevakande team för varje riskslag. Grupperna som bevakar händelser i omvärlden har till 
uppgift att ha uppsikt över vad som händer nationellt och internationellt. Detta gör de genom att till 
exempel läsa nya rapporter, deltaga i möten med Svenska Bankföreningen och hålla kontakt med 
andra banker. Bank C köper även omvärldsbevakningstjänster av andra företag för att hålla sig 
uppdaterade. De strukturella risker som upptäcks behandlas centralt eftersom de påverkar hela 
organisationen medan de risker som bara påverkar en typ av riskslag hanteras av det specifika 
området. Kommunikationen mellan de olika riskavdelningarna är regelbunden genom formella 
möten och därmed har företaget goda horisontella kommunikationslinjer. Riskslag som Bank C 
väger in i sin riskbedömning är operativ risk, resultatvolatilitet, marknadsrisk, kreditrisk med flera 
och de lägger ner lika mycket energi på alla risker. Deras CRO ser övergripande på risk och företaget 
anser sig ha en holistisk syn på risk. De använder sig av en intern modell för riskanalys och 
riskkvantifiering som är baserad på branschpraxis. Företaget använder sig även av metoden tre 
försvarslinjer och de har fastställda interna system för rapportering. Riskansvariga för olika enheter 
rapporterar till CRO som vidare rapporterar till styrelsen.  
 
Bank C bemöter risker på olika sätt, de både accepterar, förminskar, outsourcar och undviker dem 
enligt företagets riskpolicy för att hålla sig inom risklimiterna. Företagets kontrollfunktioner, 
däribland den interna kontrollen, utgör en del av modellen tre försvarslinjer och de utvärderar sin 
interna kontroll både periodiskt och kontinuerligt. Är det en frekvent förekommande kontroll 
behöver den utvärderas regelbundet medan en mindre frekvent förekommande kontroll ej behöver 
samma regelbundna utvärdering. Det är styrelsens ansvar att se till att det finns ett väl fungerande 
system för uppföljning och kontroll. Riskkontrollen är central och finns till för att säkerställa att 
processer fortlöper enligt överenskommelse samt att de sker enligt styrelsens direktiv. Bankens 
externa rapportering av risk ser olika ut beroende på vilken intressent de vänder sig till men all 
information som presenteras utgår från deras riskrapport. 
 
De senaste åren har Bank C förändrat sitt arbete med risk fullständigt. Riskarbetet har gått från att 
vara en liten del till att vara väldigt betydande för företaget och anledningar till detta är att 
regelverken skärpts till, finanskrisen 2009 som har fått bankerna att se över sin riskkontroll samt att 
det finns en finansiell vinning genom en skärpt riskkontroll. Företaget utbildar sina anställda inom 
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Bank C har påverkats i stor utsträckning av regelverket Basel III och de har förändrat stora delar av sitt 
riskarbete som resultat.   
 
Företagets CRO hanterar risker övergripande och företaget har i stort sett ett holistiskt synsätt på risk. 
Företaget har omfattande system för bevakning av externa händelser och de har kontinuerliga såväl som 
periodiska interna kontroller.  
 
De har även regelbunden intern kommunikation rörande riskhanteringen. Banken har en stark riskkultur 
genom utbildningar inom risk för alla anställda samt att riskfunktionen är en betydelsefull del av företaget. 
 
risk genom traditionella utbildningar och onlineutbildningar. De har även dokument som tar upp 
bankens arbete med riskhantering som de anställda är förpliktigade att läsa. 
 
 
4.1.4 Bank D 
Bankens riskaptit sätts genom att företagets CRO, vid varje ny affärsplan, fastställer hur stor risken 
av affären kommer vara och förmedlar detta till styrelsen. CRO förklarar metoderna som använts för 
riskidentifieringen för styrelsen och lägger fram ett förslag till styrelsen angående hur stora risker 
som bör tas. Detta diskuteras sedan mellan styrelsen och CRO och när riskaptiten fastställts av 
styrelsen fungerar den som limit för företagets VD. Möjlighet finns sedan för VD att i sin tur 
fastställa olika typer av operativa limiter i verksamheten för att den ska fungera på ett effektivt sätt. 
Dessa fastställda limiter, både de operativa och finansiella, utvärderas regelbundet och följs upp. På 
så sätt klargörs deras funktion och CRO kan utvärdera huruvida limiterna fungerar bra i förhållande 
till avkastningen som företaget vill ha. Banken jobbar kontinuerligt med självutvärdering. Om 
risktagandet i företaget bedöms vara för litet kan det behöva stimuleras för att öka avkastningen. 
Riskavdelningarna sammanställer en rapport varje månad som presenteras för styrelsen och detta 
kompletteras med ytterligare en rapport av kreditrisker varje kvartal. 
 
Bank D har stor respekt för riskkulturens inverkan på företagets riskhantering. Det faktum att de 
anställda vill göra rätt för sig, inte fuska genom att dölja dåliga affärer etcetera, är enormt viktigt för 
företagets mitigerande av risk. Företaget anser sig ha en stark riskkultur och därför stor möjlighet att 
undvika risker som kommer genom fusk och bedrägeri. De använder sig inte alls av 
incitamentssystem inom riskverksamheten, det vill säga ökad lön vid starkare uppvisat resultat eller 
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liknande, utan alla arbetar för fast lön. Banken ser risk som något som alla anställda måste ta hänsyn 
till oavsett position i företaget.  
 
Införandet av Basel III har inte haft någon markant betydelse för Bank D. De har exempelvis sedan 
en tid tillbaka legat över kapital- och likviditetsgränserna som myndigheterna kräver. På grund av 
detta, tillsammans med att de tar hänsyn till de risker som enligt regleringen ska beaktas, har banken 
inte behövt förändra sin riskhantering på grund av Basel III. Banken har ingen specifik grupp för 
identifikation av omvärldshändelser men håller sig uppdaterad om exempelvis nya myndighetsbeslut, 
omtolkningar av lagtexter och införande av regleringar. Detta sker via inhämtande av information 
från Svenska Bankföreningen och Finansinspektionen. De är också uppmärksamma på varför 
konkurrerande banker lyckas eller misslyckas och tar lärdom av det. Banken använder sig av “early 
warnings” som indikerar när deras risker börjar bli så pass stora att de tangerar limiterna, vilket 
fungerar som ett skydd för banken. 
 
Den risk som har störst effekt på Bank D är kreditrisk eftersom deras huvudverksamhet är utlåning 
av kapital. Operativ risk är den näst största risken. De har således lagt mest fokus på dessa två men 
arbetar även med marknadsrisk, likviditetsrisk samt intern kapital- och likviditetsutvärdering. 
Riskenheterna har själva ansvar för att identifiera risk inom sitt område samt rapportera den till deras 
lokala management team. Banken ser i nuläget inte risker på ett holistiskt sätt men de har som mål 
att göra det. Att alla olika enheter arbetar med sina risker är för Bank D en förutsättning för en 
hälsosam bankverksamhet. Företagets CRO belyser risker och ger rekommendationer angående hur 
risker ska hanteras men det är affärssidan som bedömer huruvida risker ska mitigeras eller inte. 
Detta är en balansgång då till exempel hård reducering av risk kan skada kundernas möjligheter till 
smidig kapitalhantering och allt för svag kontroll kan göra kundernas besparingar osäkra. Banken är 
därmed medveten om dess risknivåer och att risker inte alltid kan mitigeras fullständigt då det 
försämrar den praktiska funktionen. Om en risk är mindre än vad det kostar att motverka den låter 
banken risken gå obehandlad. Bank D jobbar aktivt för att öka medvetandegraden i organisationen 
då de anser det viktigt att incidenter registreras och bearbetas för att sedan kunna analyseras av 
riskavdelningen. Företaget har utformat modeller för att mäta olika typer av risk. Alla divisioner i 
företaget har olika verktyg som beskriver hur verksamhetsprocessen går till. Riskenheten försöker 
identifiera var i processen som enheten bär stor operationell risk och där placeras intern kontroll 
inom den operativa verksamheten. Kontrollen sätts där det är hög risk för bedrägeri eller stor 
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Eftersom Bank D redan uppfyllde en del av de kriterier som anges i Basel III har regleringen inte haft 
någon större påverkan på företaget.  
 
Banken har kontinuerliga interna kontroller och även om de i dagsläget inte ser risk på ett holistiskt sätt 
strävar de mot detta. Externa händelser fångas upp genom exempelvis föreningsmöten och har under de 
senaste åren utökat kommunikationen mellan riskavdelningar.  
 
Företaget genomför utbildningar för att sprida riskmedvetandegraden i organisationen och de anser att 
riskkultur är det viktigaste för en väl fungerande bankverksamhet.  
 
kostnad om en anställd skulle göra misstag. Det finns ramverk för hur denna kontroll utvärderas och 
det görs minst en gång per år. Företagets CRO rapporterar direkt till styrelsen och får i sin tur 
rapporter från bankens olika lokala riskavdelningar i de länder banken är verksam. De olika 
marknaderna har tidigare arbetat med lokala metoder för riskhantering och lokal rapportering men 
nu genomförs rapporteringen på ett standardiserat, centralt utformat sätt. Banken har under de 
senaste två åren utvecklat sin rapportering och dess enhetlighet väldigt mycket och strävar efter att 
ha ännu tydligare interna kommunikationskanaler inom sex till nio månader. Bank D har genomgått 
stora förändringar under de senaste åren i form av ökade operativa riskverktyg och ökad 
kommunikation mellan riskavdelningar. 
 
 
4.1.5 Bank E  
De mest betydande typer av risk som hanteras av Bank E är försäkringsrisk, operationell risk, 
marknadsrisk, kreditrisk och likviditetsrisk. För den operationella risken finns det en specifik enhet 
som bedömer hur de interna systemen fungerar och hur väl de följs av de anställda. Riskerna 
utvärderas löpande och eventuella incidenter registreras samtidigt som det undersöks hur existerande 
rutiner och processer kan förbättras. Företaget använder sig även av scenarioanalyser för att 
undersöka effekten av händelser som drastiskt skulle kunna påverka verksamheten. Styrelsen sätter 
riskaptit för kreditrisk, marknadsrisk, likviditetsrisk och operationell risk och utefter denna sätts 
risklimiter som sedan följs i organisationens verksamhet.  
  
Bank E har ett eget system för förebyggande riskhantering men mer övergripande utgår de från 
modellen som tar upp tre försvarslinjer. Det egna systemet är i sin tur kopplat till de krav som ställs 
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på banker från exempelvis Finansinspektionen. Inom företaget kommuniceras information rörande 
riskhanteringen genom exempelvis veckoliga och månatliga möten där riskcheferna möts. Viss 
information distribueras sen externt genom exempelvis årsredovisningar. Bank E har inget fast 
system för internutbildning utan detta sker vid behov och kan exempelvis yttra sig i att riskchefen 
för en viss enhet utbildar avdelningschefer i praktiska förfaranden.  
 
För att hålla sig uppdaterade om händelser i omvärlden, som skulle kunna påverka företaget, hämtar 
man regelbundet information från exempelvis möten med Svenska Bankföreningen samt rapporter 
från Finansinspektionen. Huvudsakligen har företaget ett mer övergripande synsätt på risk men de 
bryter även ner risker i specifika delar för att kunna analysera dem i detalj. Den riskansvarige 
rapporterar direkt till ledningsgruppen som i sin tur kommunicerar till styrelsen och denna 
rapportering sker regelbundet enligt fastställda tidsramar. Kontroller utförs genom internrevision 
och detta kan exempelvis ske genom stickprov för hanteringen av specifika element. Bank E har 
därmed en kombination av kontinuerlig rapportering, årsvis och kvartalsvis, samt periodisk 
rapportering när behov finns. Extern rapportering sker i form av företagets årsredovisning och 
pressmeddelanden.  
  
Beslut om vilken riskaptit företaget ska ha fattas på koncernnivå med beslutsunderlag i form av 
rapporter från de olika riskcheferna. De aspekter man tar hänsyn till när riskaptiten bestäms är 
framför allt kostnaden samt påverkan på företaget i form av exempelvis förändrat rykte. Varje 
kvartal undersöks målen och riskprofilen så att de är i enlighet med rådande processer och 
förfaranden. Hanteringen av risker sker på olika sätt exempelvis genom acceptans eller förminskande 
beroende på risktyp. 
 
Banken tar hänsyn till regleringar som tillkommit, till exempel kapitaltäckningskrav som anges av 
Basel III, men de har inte gjort någon drastisk förändring till följd av regleringar under de närmaste 
fem åren. 
  
De förändringar som gjorts rörande riskhanteringen under de senaste fem åren är bland annat att ett 
större fokus på risk överlag har vuxit fram, det har till exempel tillkommit nya roller inom 
riskhanteringssektionen. Företaget har stegvis gått över till att använda sig av metoden tre 
försvarslinjer och de har valt att lägga mycket fokus på det första ledet. 
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Bank E tar hänsyn till regleringar såsom Basel III men de har inte gjort någon drastisk förändring med 
hänseende till regleringar under de senaste åren.  
 
Företaget har en kombination av kontinuerlig och periodisk rapportering och de håller sig uppdaterade om 
händelser i omvärlden genom exempelvis direktiv från myndigheter och föreningsmöten. 
 
Huvudsakligen har företaget ett mer övergripande synsätt på risk men delar även upp risker när de granskar 
specifika detaljer. Styrelsen sätter riskaptiten för de olika riskslagen som sedan efterlevs i organisationen. 
Undersökningen visar inte på någon distinkt riskkultur inom företaget. 
 
 
4.2 Försäkringsbolag 
 
4.2.1 Försäkringsbolag F 
Försäkringsbolag F utgår från en gradering av sina kunder när de fattar beslut om hur mycket risk de 
ska ta. Graderingen baseras på sannolikheten för inträffandet av specifika negativa händelser. 
Hanteringen av risker är likvärdig för alla risker sett ur riskkommitténs perspektiv men olika för de 
ute i verksamheten. Företaget hanterar sina risker på olika sätt. För försäkringsriskerna återförsäkras 
exempelvis en stor del medan till exempel operativa risker hanteras på ett helt annat sätt, det 
säkerställs att det finns kontroller på plats och arbetas med att förbättra processer. Sammantaget 
hanteras risker på diverse sätt ute i verksamheten men riskfunktionen som helhet ser riskhanteringen 
på ungefär samma sätt.  
 
Försäkringsbolaget upprätthåller intern kontroll genom inspektioner och rutiner samt tydligt 
definierade arbets- och ansvarsområden. De olika enheterna inom företaget har en skyldighet att 
utvärdera och rapportera riskernas storlek och typ till företagets ERM-avdelning.  
  
En mängd olika risker hanteras såsom operationella risker, kreditrisker, finansiella risker, 
försäkringsrisker och framväxande risker. Försäkringsriskerna är störst men även de operativa 
riskerna är stora. Varje risk hanteras separat men inför vidare rapportering görs en sammanställning. 
Företaget tar även relativt stor hänsyn till makroeffekter, speciellt BNP-utvecklingen för att se hur 
denna påverkar deras premieinsättningar och framväxande risker. 
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Företaget utvärderar även hur stor finansiell påverkan riskerna har och hur stor sannolikhet det är att 
de inträffar, vilket sedan matchas mot premieperspektivet. Solvens II har tydliggjort vissa krav på 
riskhantering men ingen dramatisk skillnad har skett under de senaste åren beträffande 
riskhanteringen utan företaget har jobbat utifrån de angivna kraven under en längre period. Arbetet 
med dessa krav har dock blivit mer formellt och strukturerat. De största förändringarna har gjorts 
inom kapitalberäkningen, hur mycket kapital som behövs för att täcka riskerna, men inte för själva 
riskhanteringen. Försäkringsbolag F har sitt eget system för riskhantering men de använder sig även 
av modellen tre försvarslinjer, varav den operativa verksamheten har störst betydelse för företaget. 
 
Bolaget har en kommitté som består av ledningsgrupperna för de olika länder företaget är verksamt 
i, vilka det rapporteras till. Externt rapporteras inget rörande riskhanteringen utöver 
årsredovisningen och rapporter till Finansinspektionen. En intern introduktionsutbildning inom risk 
finns men det mesta antas man lära sig fortlöpande under arbetstiden. Det ges även riskutbildning 
för styrelsen, eftersom de betonar vikten av att styrelsen är väl medveten om hur riskhanteringen 
fungerar. 
  
Medlemskapet i branschorganisationen Svensk Försäkring ger via informationsträffar och 
utbildningar tillgång till omvärldsbeskrivningar, rapporter och analyser om externa och lokala 
händelser. Riskkommitteen gör också analyser om makroeffekter som skulle kunna få påverkan på 
företaget. Varje risk hanteras separat men för rapportering läggs alla risker ihop för att man ska få en 
överblick över hur de förhåller sig till varandra och för att underlätta för analyser. Det är denna 
helhetsbild som sedan rapporteras till styrelsen och till riskkommittéerna. 
 
Försäkringsbolag F har en avdelning som heter Enterprise Risk Management inom sektionen för 
regelefterlevnad. För företaget innebär ERM att man bör täcka alla risker som man har i 
verksamheten gemensamt så att det till exempel inte är en speciell avdelning för finansiella risker och 
en för kreditrisker, utan att man hanterar och övervakar alla riskerna inom en avdelning. De har även 
en riskkommitté och riskinformation som går till styrelsen ska först gå via denna kommitté. 
Rapporter som ska nå styrelsen går via denna kommitté för att ledningen ska se vad som 
rapporteras. Denna rutin är till för att ledningen ska kunna tycka till om och godkänna att det som 
rapporteras är korrekt och stämmer överens med det som verksamheten beslutat om. 
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Den största effekten Försäkringsbolag F har upplevt till följd av Solvens II är ökad formalisering och 
strukturering av riskhanteringen.  
 
Uppföljning av intern kontroll görs kontinuerligt och de inhämtar sin externa information främst från 
föreningsmöten och externa inrapporteringar till företaget.  
 
I första hand har Försäkringsbolag F en mer uppdelad riskhantering men vid exempelvis rapportering 
sammanställs en enhetlig riskbild. Undersökningen påvisar ej att Försäkringsbolag F har en stark 
riskkultur. 
  
Utvärdering av interna kontroller sker genom en ny funktion som företaget har implementerat i år 
som heter ”assurance oversight”. De gör kontroller inom framför allt försäkringsteckning och 
skadehantering men de har även viss kontroll inom licensiering och prissättning. Kontrollerna sker 
för att få garantier på att företaget har värderat en risk rätt och att de inte dolt någonting. Mätetal 
kontrolleras och ger indikationer på om en risk ökar eller minskar. Utvärderingen sker kontinuerligt, 
vanligtvis kvartalsvis. Företaget har utvecklats mycket de senaste fem åren med kontinuerliga 
förbättringar i form av starkare strukturer samt en mer utvecklad metodik och formalitet. Styrelsen 
sätter ramar inom vilka bolaget ska verka och det är även styrelsen som ser till att dessa restriktioner 
följs. För att försäkra sig om efterlevnad av regler och effektivitet följer styrelsen kontinuerligt upp 
risker för brister i den finansiella rapporteringen.  
 
4.2.2 Försäkringsbolag G 
Försäkringsbolag G tar hänsyn till många olika risker såsom operationell risk, finansiell risk, 
försäkringsrisk och marknadsrisk. De risker som anses ha störst påverkan på företaget är 
marknadsrisken och försäkringsrisken eftersom deras tillgångar till stor del består av aktier och 
obligationer. Inom Försäkringsbolag G tas även hänsyn till makroeffekter såsom exempelvis 
ränteförändringar och företaget har även implementerat ett system där de kvartalsvis genomför en 
form av stresstest för att gå igenom hur olika scenarier skulle kunna påverka företaget. De har även 
en specifik riskgrupp, framväxande risker, där de löpande gör en översyn över vilka faktorer som 
kan komma att få stora effekter för företaget i framtiden och hur dessa skall bemötas ur en 
riskhanteringssynvinkel. Eftersom försäkringsbolag G är medlem i branschorganisationen Svensk 
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Försäkring får de, genom exempelvis möten, information om utvecklingen av riskhantering på den 
svenska marknaden. 
 
Risker hanteras inom företaget som en helhet men även separat på en mer detaljerad nivå. 
Riskhanteringen baseras på en väl etablerad riskaptit, verksamhetsuppföljning, riskrapportering. 
Företaget är också månt om att etablera en hög riskmedvetenhet inom organisationen.  
  
Företagets CRO rapporterar till en riskhanteringskommitté som i sin tur rapporterar information 
rörande riskhanteringen till styrelsen. Det är slutligen styrelsen som har det övergripande ansvaret 
för att föreslå nya rutiner samt övriga ändringar för riskhanteringen. Solvens II har medverkat till att 
företagets riskhantering blivit mer formaliserad och strukturerad som följd av de nya riktlinjerna som 
anges av direktivet. Förändringarna till följd av detta direktiv har dock implementerats stegvis och 
över en längre period. 
  
Modellen som används för riskhantering är främst en egen utarbetad kapitalberäkningsmodell men 
mer övergripande används även ERM som en källa till en helhetskontroll av riskerna och ett stöd för 
att ta fram policys. De har även olika utarbetade system för att bedöma kvantitativa och kvalitativa 
risker. Försäkringsbolag G återförsäkrar olika risker vilket gör att de kan ta på sig mer av andra 
risker. Detta är en del av deras risk-mitigerande policy som introduceras av styrelsen med hjälp av 
underlag från rörelsen. Utvärdering av den interna kontrollen sker både kontinuerligt och periodiskt, 
företaget har fasta system för utvärdering i form av trendanalyser men utvärderar den även när de 
anser att behov finns. Företaget har vidare en avdelning regelefterlevnad som ger råd till styrelsen 
om hur denna ska genomföras. 
 
De använder sig av interaktiva system där anställda kan vidareutbilda sig inom riskhantering. 
Däremot har Försäkringbolag G inget fast system för att distribuera information rörande 
riskhanteringen inom olika sektioner, detta utförs endast i undantagsfall när det finns underlag för en 
ändring av ”best pratice”. Ett annat system för den interna kontrollen är företagets rapportering till 
Finansinspektionen och de har även erhållit kreditbetyg från kreditratinginstitut som tjänar som en 
rapportering till intressenter utanför företaget. 
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Solvens II har bidragit till att Försäkringsbolag G har fått en mer formaliserad och strukturerad 
riskhantering.  
 
Företaget inhämtar extern information från föreningsmöten men de genomför även egna omvärldsanalyser.  
 
Utvärderingen av den interna kontrollen sker både kontinuerligt och periodiskt och de har i huvudsak ett 
övergripande synsätt på risk. Försäkringsbolag G har system för internutbildning men utöver det visar 
undersökningen inga tecken på stark riskkultur. 
 
4.2.3 Försäkringsbolag H 
De risker som Försäkringsbolag H väger in i sin riskbedömning är försäkringsrisker samt 
kapitalrisker. Riskaptiten beror på hur stort kapital de har och hur lönsam investeringen är. Hur 
mycket kapital de måste binda och vad de tror om framtiden är de främsta faktorerna som spelar in i 
bedömningen av hur stora risker företaget kan ta. Risktoleransen för försäkringsrisk bestäms av 
styrelsen och anger tydligt de maximala limiterna för risk som företaget kan ta sig an. 
 
Solvens II har bidragit till att organisationen fått mycket större förståelse för risker i verksamheten 
och de tvingas enligt det nya systemet att projicera risker framåt på ett annat sätt än tidigare. Att 
projicera risker innebär att företaget måste ta hänsyn till framtida händelser och gå igenom historisk 
data grundligt. Då upptäcker företaget ofta saker som de inser att de bör förbättra. Detta görs 
genom att se bakåt på den senaste tiden och på så sätt försöka förutsäga framtiden. 
  
Vad gäller rapporteringen får VD rapporter från styrelsen som sköter riskrapporteringen. De 
riskansvariga inom respektive sektion i företaget rapporterar risker i en risknyckeltalsrapport varje år 
och försäkringsbolaget finner det viktigt att se alla risker tillsammans. De viktigaste nyckeltalen är 
enligt Försäkringsbolag H totalavkastning i förhållande till olika värdepappersslag, 
omsättningsförändring samt premieintäkter. Även skadekostnadsprocenten, hur stor skada de har i 
förhållande till sina premier, och driftskostnad i förhållande till sina premier tas stor hänsyn till. 
Företaget betonar att ORSA är viktig för dem. Externa intressenter informeras om riskrelaterade 
frågor genom protokoll från sammanträden inom organisationen och dess associationer.  
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För Försäkringsbolag H har Solvens II inneburit ett ökat framåtriktat fokus gällande riskhantering.  
 
Företaget har i viss mån system för att inhämta extern information men mottager även information genom 
exempelvis föreningsmöten.  
 
Den interna kontrollen utvärderas kontinuerligt och de har under senare år övergått till en mer övergripande 
syn på risk. Undersökningen påvisar ej att Försäkringsbolag H har en stark riskkultur. 
 
Händelser som Försäkringsbolag H håller sig uppdaterade om är bland andra hur 
återförsäkringspremierna ändras om det händer någonting samt lagstiftning som påverkar 
försäkringsverksamheten. Vad gäller kapitalförvaltningen analyserar företaget hur marknaderna 
kommer att utveckla sig inom olika värdepappersslag och hur företaget ska investera. De håller sig 
uppdaterade om omvärldshändelser genom nyhetsbrev och information från rådgivare samt via 
kontakt med branschorganisationen Svensk Försäkring. 
  
Metoder för riskbedömning som används i Försäkringsbolag H är standardmodellen samt ORSA 
som tillsammans med andra regleringar ingår i Solvens II. Historiskt sett har företaget behandlat 
risker separat men i samband med införandet av ORSA har de gått mot ett mer övergripande 
synsätt. Försäkringsbolaget minskar sin försäkringsrisk genom exempelvis återförsäkring. Om 
företaget istället önskar minska sin operativa risk som är personberoende kan detta göras genom att 
ytterligare en person blir insatt i samma arbetsuppgifter och att de två har ett utbyte av information. 
Samkoordinationen av olika risker, såsom marknadsrisker och försäkringsrisker, sker när 
Försäkringsbolag H rapporterar alla delar som sätts samman till en helhet då ansvarig presenterar alla 
olika områden i sin nyckeltalsrapport. 
  
Utvärderingen av den interna kontrollen i Försäkringsbolag H är kontinuerlig och genomförs just nu 
årsvis på grund av att Solvens II tar upp mycket tid, men ska komma att göras mer frekvent. De 
senaste fem årens förändringar har i stort varit beroende på Solvens II och att de bytt försäkrings- 
och ekonomisystem. Försäkringsbolag H utbildar sina anställda inom Solvens II regelverket och de 
utbildar även VD, delar av ledningen och styrelsen i alla sammanägda bolag. 
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4.2.4 Försäkringsbolag I 
Försäkringsbolag I arbetar med en mix av olika modeller i sitt riskhanteringsarbete. De tar avstamp 
från COSO-modellen och rent praktiskt arbetar de i enlighet med modellen tre försvarslinjer. I andra 
ledet arbetar riskkontrollansvarig med att värdera, övervaka och följa upp risker. Varje kvartal 
sammanställs en riskrapport till styrelsen som innehåller en översikt av bolagets samtliga risker. I 
Försäkringsbolag I fastställs risktoleransen av styrelsen och till grund för den ligger företagets ORSA 
som ger en rekommendation om vad kapitalkvoten bör uppgå till. Företaget förhåller sig både till en 
toleransnivå de inte får understiga och en som de inte ska överstiga.  
  
Samtliga risker vägs in i en gemensam riskbedömning. De delas upp i kvantifierbara och icke 
kvantifierbara risker och i styrdokumentet för hur riskpolicyn ser ut, definieras risker och det 
beskrivs hur de ska arbetas med. De kvantifierbara riskerna är huvudsakligen försäkringsrisker, 
premierisker, katastrofrisker samt marknadsrisker som bland annat består av aktierisk, valutarisk och 
fastighetsrisk. För att beräkna de kvantitativa riskerna finns en egen specifik modell. 
Koncentrationsrisk tas också i beaktande som en del av marknadsrisken i det avseendet att 
Försäkringsbolag I ser över hur de exponerar sig mot motparter. Läggs alla medel på en motpart 
uppstår en enorm koncentrationsrisk. Marknadsrisken upplevs som den största risken då den inte är 
lika stabil och förutsägbar som till exempel försäkringsrisker. Även affärsrisker är betydande då de 
innefattar ryktesrisk samt vikten av att fatta rätt strategiska beslut. 
 
Det finns även motpartsrisker som uppkommer till exempel genom användandet av finansiella 
derivat så som hedging av placeringar. I den lokala verksamheten genomförs även ALM-analys, 
Asset Liabililty Modeling, för att fastställa en långsiktig portfölj. För de operativa riskerna finns en 
schablonmodell som används för att kvantifiera riskerna i kronor.  De operativa riskerna bemöts 
även med ett kvalitativt perspektiv där intern styrning spelar en viktig roll och ur detta perspektiv 
arbetar företaget med processer, rutiner och kontroller. Övriga risker så som affärsrisker bedöms 
även, som en del av affärsrisker återfinns ryktesrisk, strategisk risk, intjäningsrisk och likviditetsrisk. 
De mjukare delarna utvärderas genom verksamhetsgenomgångar. Under verksamhetsgenomgången 
avhandlar man bland annat huruvida alla styrdokument finns på plats, hur kontroller fungerar och 
om det finns intressekonflikter.  
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Makroeffekter tas i beaktning då de tas upp i riskrapporterna och vid utformandet av ORSA. Viss 
hänsyn tas till makroeffekter även i den dagliga verksamheten men det är mest i utformandet av 
affärsplaneringen och kapitalutvärderingen som företaget tar hänsyn till effekterna. Risker behandlas 
i viss utsträckning på ett övergripande sätt. För att bedöma vilken strategi som är bäst för att möta 
riskerna skapas en risk- och kontrollmatris som ger en bedömning av sannolikheten att vissa risker 
inträffar. Utifrån denna analys tar företaget fram åtgärdsplaner för de risker som visar sig vara 
allvarligast. 
  
Solvens II har haft en enorm påverkan på Försäkringsbolag I, arbetet med att implementera 
direktivet har pågått i flera år. De arbetar aktivt med gapanalys där de går igenom regelverket artikel 
för artikel, jämfört med var de är idag och de lägger upp en plan för hur gapet ska fyllas samt inom 
vilken tidsram. Försäkringsbolag I anser att de har kommit en god bit på vägen med arbetet kring att 
implementera Solvens II och regelverket har påverkat riskhanteringen i stor utsträckning. De 
kvantitativa beräkningar som genomförs i analyser är baserade på standardmodellen i Solvens II och 
är helt nya. Funktionerna inom riskkontroll och compliance har förstärkts och det har skett konkreta 
förändringar i arbetssätt för dessa avdelningar. Förr fanns det endast en aktuarie som riskansvarig 
medan det nu finns en hel kontrollfunktion. Tanken med riskhantering är att den ska finnas till för 
att bidra till lönsam och långsiktig verksamhet. Försäkringsbolag I menar dock att det huvudsakligen 
är regelverk som styr deras riskhantering. Företaget har en complianceavdelning som bevakar 
förändringar i regelverk. De är även medlemmar i associationen Svensk Försäkring från vilken de får 
information om branschstatistik och andra omvärldshändelser.  
  
Försäkringsbolag I har en övergripande risktoleransnivå som sätter ramen för hur stora risker som 
ska tas och denna nivå kommuniceras inom företaget. Kapitalbehovet får till exempel inte understiga 
en viss nivå och vad gäller placeringar finns det en placeringsriktlinje för kapitalförvaltning där det är 
specificerat hur en normalportfölj ska se ut. Det finns mjukare riktlinjer för hur riskval ska tas, men 
försäkringsbolag I strävar efter att ha en riskbaserad verksamhetsstyrning. Försäkringsbolag I 
uttrycker att en stark koppling mellan affärsplan och kapitalkvot bör eftersträvas. De påpekar dock 
att försäkringsbranschen inte riktigt är mogen än men att de är på väg dit. Riskkontrollansvarig på 
Försäkringsbolag I rapporterar till revisionsutskottet som är ett utskott där styrelsens ordförande 
sitter tillsammans med två andra medlemmar av styrelsen, VD samt kontrollfunktionen. Genom att 
arbeta i utskott läggs ett annat fokus på riskhanteringen än vad som hade gjorts på ett styrelsemöte 
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Direktivet Solvens II har haft en stor påverkan på Försäkringsbolag I då det har inneburit betydande 
ändringar inom deras riskhantering.  
 
Företaget har egna system för att hantera externa risker och inhämta information.  
 
Till viss del ser de risk ur ett helhetsperspektiv och de genomför interna kontroller både periodiskt och 
kontinuerligt. Företagets riskkultur karaktäriseras av interna utbildningar och incidentrapportering bidrar 
till en ökad medvetandegrad i organisationen.  
 
där det är mycket annat som ska avhandlas. Externt kommuniceras riskprofilen genom 
årsredovisningen men det finns även tillsynsmässiga krav på rapporter som måste presenteras för 
granskande myndigheter. 
  
Ett verktyg för att genomföra interna kontroller är verksamhetsgenomgångar vilket är en metod som 
företaget arbetar med och genomför årligen där de går igenom styrdokument, processer, risker och 
rapporteringsvägar. Genomgången mynnar ut i en rapport för verksamheten som skickas till VD för 
alla enheter och även till styrelsen. Incidentrapportering sker periodiskt och de incidenter som 
rapporteras utvärderas och följs upp. Utbildning sker kontinuerligt inom verksamheten genom till 
exempel workshops. Det finns e-utbildningar inom riskhantering vilka främst är riktade till styrelse 
och ledning.  
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5. Resultat 
Under resultatet presenteras en sammanfattning av banker respektive försäkringsbolag utifrån den 
information som framkommit genom intervjuerna. 
 
5.1 Banker 
Överlag tyder undersökningen på att bankerna har ett betydande fokus på riskkultur. Detta tar sig 
uttryck främst genom en fastställd och tydlig risktolerans som bestäms av styrelsen. Risktoleransen 
kommuniceras i sin tur ut i övriga delar av organisationen, vilket visar sig tydligt i bank A, C och D. 
Risk har en central roll inom alla bankerna och samtliga arbetar aktivt med riskhantering. 
Risktoleransen hos bankerna kommuniceras genom limiter, vilka är gränser för hur stora risker 
banken får åtaga sig.  
 
Ett av bankernas viktigaste mål är efterlevnadsmål. De rådande regleringarna, som främst Basel III 
för med sig, påverkar bankerna i olika utsträckning. Majoriteten anser att Basel III inte har påverkat 
riskhanteringen i någon större utsträckning. Då flera av företagen redan legat över kraven som Basel 
III för med sig har införandet inte haft någon betydande effekt för dem. Vad gäller övriga mål så 
som rapporterings- och operativa mål, har alla banker operativa mål i form av olika nyckeltalskrav 
som ska uppfyllas. Undersökningen har dock inte visat på några tydliga rapporteringsmål för 
företagen.  
 
Banker påverkas i stor utsträckning av konjunkturcykler då dessa har stor effekt för deras 
verksamhet och alla bankerna har på olika sätt anpassat sina modeller för att kunna hantera dem. 
Samtliga banker har någon typ av passivt system för att inhämta extern information men däremot 
skiljer sig graden av aktiv omvärldsbevakning åt mellan de olika företagen. Hur pass formell denna 
identifikation av händelser är skiljer sig betydligt mellan de olika bankerna. Samtliga banker är 
medlemmar i organisationen Svenska Bankföreningen där de får rådgivning, direktiv och 
information om omvärldshändelser. Några av bankerna har omvärldsbevakande team som är 
dedikerade till just detta medan andra banker fångar upp information på mer informella sätt. 
Samtliga banker betraktar det dock som viktigt att hålla sig uppdaterade om olika omvärldshändelser. 
Bank C och Bank D använder sig båda av ”early warnings” som är indikatorer för potentiella 
negativa händelser som skulle kunna få stor effekt för företagets riskhantering. Det finns inget som 
indikerar att de övriga bankerna har liknande system.  
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Majoriteten av de undersökta bankernas riskbedömning visar att kreditrisk är den risk med störst 
påverkan. När det kommer till huruvida bankerna ser på risk ur ett holistiskt perspektiv eller ej finns 
det dock stora skillnader. Bank A, B och D har inte ett holistiskt synsätt på risk, medan det för Bank 
E inte framgår tydligt huruvida de har det eller inte. Vidare går det att utläsa från information hos 
Bank C att de ser på sina risker holistiskt. Vid utvärderingen av risker har bankerna utvecklat sina 
egna interna modeller som ser olika ut för olika typer av risk, samtliga beräknas dock genom någon 
typ av sannolikhetsbedömning där hänsyn tas till effekt av risk. Alla banker förutom Bank A, vilken 
har mitigerat alla sina risker så när som på kreditrisker, använder sig av olika strategier vid 
hanteringen av risk. Vid bedömningen av responsstrategi vägs kostnader mot fördelar. De banker 
som använder sig av olika riskstrategier väger in både sannolikhet och påverkan av risk i 
riskbedömningen.  
 
Samtliga banker använder sig av intern kontroll för den operationella verksamheten och de utför 
även utvärderingar av denna. Utvärderingarna ser dock ut på olika sätt och genomförs vid olika 
tillfällen. En del av aktörerna använder sig av modellen tre försvarslinjer där hela tredje linjen består 
av intern revision av vilken intern kontroll utgör en del. Integrerade system för kommunikation 
uppåt i företaget finns hos samtliga och de kommunikationsvägar som finns är tydliga och återfinns 
hos samtliga banker i form av exempelvis kontinuerliga uppföljningsmöten. I dessa möten är det 
CRO, alternativt en riskkommitté, som ansvarar för vidarerapportering av arbetet med 
riskhanteringen. Ingen av de intervjuade bankerna nämner att det finns fastställda rutiner för 
regelbunden rapportering av riskbedömning i nedåtgående led. Däremot poängterar en av bankerna 
att den interna utbildningen inom risk fungerar som en sorts informationskanal för företagets 
riskprofil och majoriteten kommunicerar sin riskbedömning via limiter. Två av de svarande 
bankerna nämner specifikt en hög grad av horisontell kommunikation mellan riskchefer för olika 
avdelningar. En bank nämner att rapportering nedåt kan ske vid behov när rutiner skulle kunna 
ändras för att uppnå en ny ”best-practise”. 
 
Det framgår inte om bankerna tar hänsyn till historisk information, däremot visar undersökningen 
att samtliga fokuserar på aktuell information och information om framtida eventuella händelsers 
påverkan i form av scenarioanalyser. För två av bankerna har den horisontella informationen utökats 
under senare år, exempelvis genom kommunikation mellan riskchefer för olika avdelningar. Alla 
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banker, utom en där denna information inte fanns att tillgå, har fastställda system för utvärdering av 
sin riskhantering samt uppföljning av riskhanteringsprocesser. Överlag är det styrelserna, i samarbete 
med CRO, som har ansvaret för att se till att processerna för uppföljning och utvärdering fungerar 
optimalt. Om så ej är fallet är det även dessa som ansvarar för att revidera processerna. Styrelsen 
använder sig av underlag från CRO och riskcheferna från de olika sektionerna för att fatta sina 
beslut. Flera av bankerna har system där riskkommittéer delvis tjänar rollen som horisontellt 
kommunikationsforum.  
 
5.2 Försäkringsbolag 
Den interna miljön skiljer sig åt mellan de olika försäkringsbolagen. Undersökningen tyder på att 
undersökningsobjekten inte har en intern miljö som genomsyras av riskmedvetenhet men ett av 
företagen framhåller att de strävar efter att etablera en hög riskmedvetenhet genom organisationen 
och betonar att det för dem är en viktig del av den interna miljön. Gemensamt för alla bolag är att 
det är styrelsen som sätter risktoleransnivån och företagen har övergripande toleransnivåer. Hur 
nivåerna bestäms skiljer sig dock åt. Flera av försäkringsbolagen nämner att de har ORSA som 
grund när de genomför risktoleransberäkningar då detta är en del av direktivet Solvens II. Alla 
försäkringsbolag har operativa mål att efterleva såsom att uppfylla vissa krav på nyckeltal, till 
exempel vinstmarginal och soliditet. Vad gäller rapporteringsmål kan inga slutsatser dras från 
undersökningen.  
 
Efterlevnadsmål har blivit betydande för företagen sedan de nya kraven som anges av Solvens II 
introducerades. Att efterleva lagar och direktiv kan te sig självklart, men deras inverkan kan skilja sig 
väsentligt för olika företag. Samtliga försäkringsbolag anser att implementeringen av Solvens II har 
påverkat organisationen avsevärt. Däremot har de påverkats på olika sätt, en del har påverkats mer 
omfattande under de senaste åren och andra under en längre period. Två av företagen nämner även 
specifikt att de har upplevt en ökad formalisering av riskhanteringen till följd av Solvens II, 
exempelvis har nya roller tillkommit inom riskhanteringsdivisionen. I modellen tre försvarslinjer 
finns compliance som en del av den andra försvarslinjen och de bolag som använder sig av denna 
modell har därför en etablerad complianceavdelning. Även de bolag som inte arbetar efter modellen 
har riskavdelningar där compliance är en egen funktion och som arbetar med att efterleva de krav 
som bland annat Solvens II för med sig vad gäller kapitaltäckningskrav och kapitalberäkning. 
Eftersom att en del av Solvens II direktivet ämnar kombinera det regelmässiga ramverket med 
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företagens egna system för riskhantering, är det tillsynes inte förvånande att Solvens II har påverkat 
riskhanteringen hos försäkringsbolagen avsevärt.  
 
Alla försäkringsbolag tar hänsyn till makroeffekter även om de gör de på olika sätt. Bland annat tar 
de hänsyn till ränteförändringar, håller sig uppdaterade inom utvecklingen för värdepapper och ser 
på hur BNP utvecklas vilket påverkar premieinsättningarna. Effekterna tas dessutom i beaktande vid 
utformandet av affärsplaneringen. Vidare håller sig alla försäkringsbolag uppdaterade om 
förändringar i regelverk och efterlevnadskrav från myndigheter. Samtliga försäkringsbolag är 
medlemmar i associationen Svensk Försäkring som ger ut branschstatistik, rapporter och 
omvärldsbeskrivningar. Associationen samordnar även möten och utbildningstillfällen för 
försäkringsbolagen.  
 
Alla försäkringsbolag nämner försäkringsrisk som en av de mest betydande riskerna. Utöver det 
innefattar deras riskbedömning olika risker och det saknas en enhetlig bild av vilka som är bolagens 
viktigaste risker utöver försäkringsrisken. Två av försäkringsbolagen nämner att de, sedan införandet 
av Solvens II, har börjat se risker på ett mer holistiskt sätt jämfört med tidigare. Försäkringsbolagen 
har sedan införandet av Solvens II fått ett tydligare helhetstänk när det gäller risker. Ett av företagen 
hanterar risker utifrån ett helhetsperspektiv men behandlar dem även separat på en mer detaljerad 
nivå. Ett annat företag har sedan införandet av Solvens börjat se risker på ett mer holistiskt sätt, 
jämfört med tidigare då de behandlades var för sig. I försäkringsbolagen kan det tydligt urskiljas en 
trend mot ett ökat användande av en holistisk syn på risk. De flesta av försäkringsbolagen har 
använt en eller flera av de olika åtgärderna för att hantera sina risker, en del använder olika metoder 
för olika risker. Sammantaget är det en övervägande andel av bolagen som hanterar riskerna helt 
eller delvis tillsammans istället för separat. Ett av de intervjuade företagen anger specifikt införandet 
av Solvens II som anledning för att riskerna numera hanteras tillsammans. Några försäkringsbolag 
nämner att de viktigaste faktorerna för valet av riskhantering är kostnaden och riskens påverkan på 
företaget i form av ryktesrisk.  
 
Samtliga försäkringsbolag genomför interna kontrollaktiviteter. Hos de försäkringsbolag som 
använder sig av tre försvarslinjer återfinns internrevision där intern kontroll utgör en del av 
verksamheten. Interna kontroller genomförs både kontinuerligt och periodiskt genom bland annat 
verksamhetsgenomgångar, analyser samt besök av internrevisorer. Ett av de undersökta företagen 
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menar på att intern kontroll inte är av högsta prioritet då det för tillfället läggs mycket fokus på 
arbetet med implementeringen av Solvens II och andra projekt som tar tid. Vissa av de tillfrågade 
anger den externa kontrollen som en viktig del av kontrollaktiviteterna.  Denna yttrar sig, för alla de 
tillfrågade bolagen, i form av tillsyn från myndigheter såsom Finansinspektionen och i form av 
ratings från kreditratingbyråer.  
 
Samtliga försäkringsbolag har etablerade system för att kommunicera information rörande 
riskhanteringen uppåt i ledet inom företaget. Även den externa kommunikationen sker på snarlika 
sätt, genom rapportering till myndigheter såsom exempelvis Finansinspektionen, årsredovisningar 
samt bolagsstämmor. Ett av försäkringsbolagen nämner även specifikt att deras kreditratingsystem 
tjänar som en slags kommunikationskanal till externa parter. Den interna kommunikationen för 
nedåtgående led är dock inte lika välutvecklad och skiljer sig lite åt för de olika företagen. Ingen av 
de intervjuade nämner ett fast system för riskrapportering i nedåtgående led men två av företagen 
nämner specifikt att de kommunicerar riskrelaterade frågor nedåt vid behov genom exempelvis 
workshops och internutbildningar för att förbättra arbetet på ett visst område. Alla försäkringsbolag 
följer upp sina risker och utvärderar sina system på olika sätt. Majoriteten använder sig av en 
kombination av kontinuerlig och periodisk uppföljning, däremot skiljer sig graden av kontinuerlig 
respektive periodisk uppföljning åt för de olika företagen. Ett av företagen använder sig av en hög 
grad av kontinuerlig uppföljning som dessutom till stor grad är formaliserad. En annan uppger att 
även den kontinuerliga uppföljningen är föremål för förändring i de fall den kan ändras för att 
förbättra processer. Uppföljning sker till stor del i olika riskommittéer som i sin tur rapporterar till 
styrelsen.    
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6. Analys 
I analysen presenteras en jämförelse av banker och försäkringsbolag utifrån respektive kategori ur 
COSO’s ramverk. 
 
6.1 Intern miljö 
Från undersökningen framgår det att bankerna har en mer genomgående riskkultur än 
försäkringsbolagen. En möjlig anledning till att det förhåller sig på det här viset är att bankerna har 
jobbat med Baselregleringarna under en längre period än försäkringsbolagen jobbat med Solvens. De 
har således under en längre tid utvecklat en stark riskkultur i enlighet med regelverket samt 
kommunicerat den i organisationen. Gällande etablerandet av en risktoleransnivå kan 
undersökningen inte påvisa någon skillnad mellan bankerna och försäkringsbolagen, det är för alla 
företag styrelsen som har det övergripande ansvaret för att fastställa risktoleransnivån.  
 
6.2 Formulerandet av mål 
Alla banker och försäkringsbolag har tydliga operativa mål. Det går inte att bedöma skillnader i 
rapporteringsmål mellan de olika branscherna. Efterlevnadsmålen är tydliga och väsentliga i både 
bankerna och försäkringsbolagen. Alla företag har någon typ av funktion för regelefterlevnad som 
strävar efter att efterleva lagar och fördrag.  
 
6.3 Identifiering av händelser 
Samtliga intervjuade försäkringsbolag är medlemmar i branschorganisationen Svensk Försäkring 
vilket stärker deras omvärldsbevakning. Bankerna har sin motsvarighet i branschorganisationen 
Svenska Bankföreningen, där även samtliga medverkande banker är medlemmar. Därmed har 
bankerna och försäkringsbolagen likvärdig typ av inhämtning av extern information i detta avseende. 
Branscherna skiljer sig inte när det kommer till övrig identifiering av händelser som skulle kunna få 
effekt för företagens riskhantering. Bland försäkringsbolagen nämns detta som en viktig aspekt av 
samtliga intervjuade. Bankerna ser det också som en viktig aspekt och en del har även specifika 
avdelningar som sysslar med omvärldsbevakning.  
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6.4 Riskbedömning 
Alla de undersökta företagen mäter risk genom olika typer av riskbedömningar som alla inkluderar 
sannolikheten för risk och inverkan som den inträffande risken kommer ha. Undersökningen visar 
därför inte några uttryckliga skillnader i riskbedömningen hos banker och försäkringsbolag.  
 
Däremot är det värt att notera att samtliga banker har insättningsgaranti från staten vilket möjligtvis 
skulle kunna påverka deras bedömningar vad gäller riskhanteringen. Då försäkringsbolagen inte har 
någon form av insättningsgaranti att “falla tillbaka på” kan de uppleva en större press vid 
bedömningen av risker och därmed ha andra incitament än bankerna redan inledningsvis vid 
bedömning av risker. Att undersökningen inte kan påvisa några skillnader trots detta skulle kunna 
bero på det stabila finansiella läget i Sverige för tillfället. Det är tänkbart att det först i sämre 
ekonomiska tider leder till konsekvenser för försäkringsbolagen att de inte har samma trygghet och 
uppbackning från staten som bankerna har. Konsekvenser i form av en mer pessimistisk 
riskbedömning och en mer försiktig hantering av riskerna är tänkbara hos försäkringsbolagen i 
mindre stabila ekonomiska tider.   
 
6.5 Riskåtgärder 
Andelen företag som ser risker på ett holistiskt synsätt är större hos försäkringsbolagen än hos 
bankerna. Solvens II medför skärpta krav för både rapportering och intern hantering av risk. Därför 
är det många företag inom försäkringsbranschen som har reviderat sina system för riskhantering för 
att verka i enlighet med direktivet som en sorts förberedande åtgärd. Eftersom direktivet anger en 
hel del specifika förfaranden, speciellt i samband med Omnibus II, ställer det högre krav på 
företagens riskhantering. Ett rimligt antagande är därmed att företag verksamma inom 
försäkringsbranschen antingen har likvärdiga rutiner för sin riskhantering som innan direktivet 
rapporterades eller att de har ett utökat fokus på riskhantering som följd av de utökade kraven. 
Solvens II har ett antal beröringspunkter med de kriterier som tas upp i COSOs ramverk för ERM, 
speciellt i ORSA-delen. Då företagets ORSA ska kommuniceras ut i alla relevanta delar av företaget 
går det i linje med COSO’s informations- och kommunikationsdel. Solvens II anger även att den 
interna riskhanteringen bör genomsyra allt beslutsfattande inom företaget. Detta kan kopplas till 
teorin kring den interna miljön inom COSO-ramverket.  
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6.6 Kontrollaktiviteter 
Både banker och försäkringsbolag använder sig av intern kontroll även om genomförandet av denna 
är olika för respektive företag. Flera av försäkringsbolagen samt en bank använder sig av modellen 
tre försvarslinjer där intern revision utgör den tredje linjen, vilket påvisar att kontrollaktiviteter står 
för en betydande del av verksamheten. Den interna kontrollen genomförs både periodiskt och 
kontinuerligt genom verktyg såsom verksamhetsgenomgångar, analyser samt besök av 
internrevisorer. Flera av de kontrollaktiviteter som försäkringsbolagen har implementerat är i 
enlighet med de krav för riskhantering och övervakningsprocesser som anges i andra pelaren i 
Solvens II-direktivet.  
 
6.7 Information och kommunikation  
Informationen som samlas in till riskbedömningen hämtas främst från externa källor enligt 
undersökningen. Bland den externa informationen försäkringsbolagen hämtar återfinns faktorer som 
påverkar premieinsättningarna såsom ränteförändringar och utvecklingen av BNP. Deras externa 
källor består av olika myndigheter och av branschorganisationen Svensk Försäkring. Den senare 
bistår sina medlemmar, som utgörs av samtliga svenska försäkringsbolag, med statistik och 
omvärldsinformation. Bankbranschen har en motsvarande stöttande organisation, Svenska 
Bankföreningen, där samtliga svenska banker är anslutna och får information om händelser i 
omvärlden. Det faktum att de två branscherna har liknande stöttande organisationer som de hämtar 
stora delar av sin omvärldsinformation från och att alla banker och försäkringsbolag i Sverige är 
anslutna till respektive organisation, bidrar troligtvis till konformitet i den beslutsgrundande 
informationen. Insamling och användande av internt genererad information sker i olika utsträckning 
undersökningsföretagen emellan. Det förekommer inom ett par av de intervjuade företagen men det 
saknas helt hos andra. Det är dock inte tal om några skillnader i rutinerna för internt genererad 
information mellan de två branscherna, utan skillnaderna som råder är på företagsnivå. 
Undersökningen påvisar med andra ord inga anmärkningsvärda skillnader i rutinerna kring varken 
intern eller extern informationsinsamling mellan banker och försäkringsbolag, där den senare 
förklaras av att de har snarlika externa informationskällor. 
 
Att samtliga banker har utarbetade rutiner för spridning av information inom företaget, i form av 
bland annat kontinuerliga uppföljningsmöten, tyder på tydliga etablerade processer för 
informationsspridning uppåt i företaget. Det framgår däremot av undersökningen att motsvarande 
56 
 
system för rapportering och informationsspridning i nedåtgående led saknas hos bankerna. De enda 
informationsled som finns nedåt reflekteras i limiter och internutbildningar. Hos försäkringsbolagen 
är avsaknaden av information avseende risk nedåt i leden inte lika tydlig, även om det framgår att 
rutinerna nedåt i leden inte är lika välutvecklade som de uppåt. Det finns heller inga fastställda 
system för informationsspridning av risk nedåt i leden hos försäkringsbolagen. Undersökningen 
generar ett resultat där informationsspridningen i försäkringsbolagen och bankerna är relativt 
likvärdig och där kommunikationen uppåt i leden är tydlig, medan det nedåt i leden finns brister.  
 
6.8 Övervakning och uppföljning  
Det finns inga tydliga skillnader för övervakningsprocesserna mellan banker och försäkringsbolag. 
Däremot visar undersökningen på stora interna skillnader för försäkringsbolagen, den enda 
gemensamma faktorn som företagen uppvisar är att de alla har någon form av internt system för 
övervakning och uppföljning. Bankerna i sin tur är mer enhetliga vad gäller övervakning och 
uppföljning, de har alla formella system för övervakning och uppföljning även om de utvärderar 
övervakningsprocesserna på olika sätt. Majoriteten av företagen, banker såväl som försäkringsbolag, 
använder sig av en kombination av kontinuerliga och periodiska övervakningsprocesser, vilket är i 
enlighet med vad COSO’s ramverk anger som det bästa valet för ett väl fungerande system byggt på 
ERM. Flera av företagen, bland både försäkringsbolagen och bankerna, anger även externa källor till 
övervakning, exempelvis myndigheter som Finansinspektionen. Därmed påvisar inte 
undersökningen några signifikanta skillnader vad gäller extern övervakning för de båda branscherna, 
det är större skillnader mellan de olika bankerna respektive försäkringsbolagen.  
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6.9 Sammanställning  
Nedan följer en tabell över hur riskhanteringen i banker och försäkringsbolag förhåller sig till 
COSO’s ramverk.  
 
COSO-modellen  Banker Försäkringsbolag 
Intern miljö  Ja   Till viss del 
Formulerandet av mål Till viss del   Till viss del 
Identifiering av händelser  Ja        Ja 
Riskbedömning  Ja        Ja 
Riskåtgärder Till viss del        Ja 
Kontrollaktiviteter  Ja        Ja 
Information och kommunikation Till viss del   Till viss del 
Övervakning och uppföljning  Ja        Ja 
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7. Slutsats  
Uppsatsen ämnade jämföra hur användandet av ERM hos banker och försäkringsbolag skiljer sig åt.  
Den jämförande undersökningen visar likheter mellan banker och försäkringsbolag i många av de 
faktorer som COSO-ramverket tar upp. Branscherna skiljer sig dock signifikant på två punkter. Hos 
bankerna är den interna miljön mer utvecklad i enlighet med COSO. Slutsatsen dras då de 
intervjuade bankerna har en stark genomgående riskkultur som är formellt kommunicerad och som 
genomsyrar organisationerna. Försäkringsbolagen uppfyller inte i samma utsträckning kriterierna för 
en stark intern miljö. Ett rimligt antagande till varför försäkringsbolagen inte har lika stark riskkultur 
är att Basel-regelverken implementerades före Solvensdirektiven. Bankerna har därmed under en 
längre period haft incitament att etablera en riskkultur starkare än försäkringsbolagens. 
 
Försäkringsbolagens riskbedömning är generellt sett präglad av en mer holistisk hantering av och syn 
på risk än vad bankers riskbedömning är och det holistiska synsättet är en karaktäriserande del av 
ERM. En möjlig anledning till varför det förhåller sig på detta sätt är att Solvens II innefattar fler 
kriterier som i sig betonar en mer övergripande syn på risk än vad Basel III gör.  
 
Hypotesen att försäkringsbolag använder ERM i större utsträckning än banker på grund av Solvens 
II falsifieras då det inte går att konkludera att försäkringsbolag agerar mer i linje med ERM än 
banker. En anledning till varför riskhanteringen enligt COSO är likvärdig på många punkter är 
troligtvis att företag som är verksamma inom försäkrings- och bankbranschen har snarlika 
verksamheter. En annan anledning är att många krav som ställs i Basel och Solvens är lika, till 
exempel är både intern kontroll och kommunikation viktigt i båda fördragen.  
 
Basel III-regelverket är mer nischat mot kapitaltäckning och tangerar därmed färre av de kriterier 
som nämns i ramverket av COSO än vad Solvens II gör. Därmed finns det fler incitament för 
försäkringsbolagen att, med hänseende till dessa stora fördrag, arbeta med att anta en riskhantering 
som ligger mer i linje med synen på holistisk riskhantering inom ERM. Detta påstående styrks i 
undersökningen då försäkringsbolagen uppvisar ett mer holistiskt synsätt när det kommer till 
riskåtgärder. 
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7.1 Förslag till vidare forskning 
Denna uppsats har ett övergripande fokus på riskhantering. En mer djupgående studie skulle kunna 
genomföras för en specifik del av COSO´s ramverk, exempelvis den interna miljön, för att ge 
tydligare inblick i hur det förhåller sig för branscherna inom just denna sektion. Det hade även varit 
intressant att göra en jämförelse mellan regelverken i olika länder för att se om det finns några 
skillnader kring hur de påverkar riskhanteringen och användandet av ERM hos bolag i respektive 
land.  
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Bilaga 1 
             
    
Intervjuguide  
  
1. Vad är din position på företaget? 
 
2. A) Vilka risker väger ni in i er riskbedömning?  
B) Vilka risktyper har störst inverkan på ert företag?  
C) Varför är dessa störst? 
 
3. Hur stor hänsyn tas till makroeffekter och på vilket sätt? Vilken effekt skulle ni säga har 
störst påverkan på just ert företag? 
 
4. Hur utvärderar ni era risker? Har ni något system för att bedöma hur stor påverkan de har 
för er organisation? 
 
5. Hur har Solvens II/Basel III påverkat riskhanteringen i företaget? 
 
6. Använder ni någon specifik etablerad metod för riskhantering eller har ni utarbetat en egen 
modell? 
 
7. A) Hur rapporterar/kommunicerar ni er riskbedömning i företagets olika avdelningar, uppåt 
och nedåt i hierarkin?  
B) Hur rapporterar ni er riskbedömning utanför företaget, till era intressenter? 
 
8. Har ni något system för internutbildning inom riskhantering? 
 
9. Hur gör ni för att hålla er uppdaterade om externa händelser som kan påverka er som 
företag? 
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10. Har ni ett övergripande synsätt på risk eller behandlar ni olika risker separat? 
 
11. A) Har ni hört talas om Enterprise Risk Management?  
B) Om ja, vad innebär Enterprise Risk Management för er som företag? (definition) 
 
12. Har ni riskansvariga inom olika områden, vilka? Hur ser samarbetet ut mellan de olika 
riskenheterna? 
 
13. Rapporterar riskansvarig direkt till styrelsen eller går informationen först genom VD eller 
annan chef? 
 
14. A) Utför ni utvärdering av er interna kontroll?  
B) Om ja, hur fungerar utvärderingen och är den kontinuerlig eller periodisk? 
 
15. Hur fattar ni beslut om hur stora risker ni ska ta? Vilka faktorer baserar ni de besluten på? 
 
 
16. Har ni olika strategier för hur ni hanterar risker? Det vill säga om ni accepterar dem, väljer 
att förminska dem, dela upp dem mellan enheter, outsourcar eller undvika dem. 
 
17. Har ni gjort några större förändringar i er riskhantering under de senaste fem åren? 
