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Використання науково-технічних засобів у кримінальному провадженні 
на сучасному етапі є важливою складовою кримінального процесу. Розви-
ток цих засад знайшло відображення у новому Кримінальному процесуаль-
ному кодексі України. Йдеться про дистанційне проведення окремих слід-
чих (розшукових) дій, а саме: проведення відеоконференцій у порядку і за 
правилами ст. ст. 232 і 336 чинного КПК України. 
Побутує визначення відео-конференції як інформаційної технології, що 
забезпечує одночасно двосторонню передачу, обробку, перетворення і візу-
алізацію інтерактивної інформації на відстань в режимі реального часу за 
допомогою апаратно-програмних засобів обчислювальної техніки. 
Під відеоконференцією у кримінальному провадженні слід розуміти осо-
бливу процедуру, що виконується за посередництвом телекомунікаційних 
технологій, при якій спілкування у вигляді обміну аудіо- і відеоінформацією 
між віддаленими учасниками слідчої дії відбуваються на відстані (дистан-
ційно), але в режимі реального часу [1]. 
Відповідно до ст. 232 КПК України, закон дозволяє проведення тільки 
двох слідчих дій у режимі відеоконференції – допиту осіб (у тому числі од-
ночасний допит двох чи більше вже допитаних осіб) та впізнання осіб чи 
речей [1]. 
Аналізуючи можливість проведення таких слідчих дій, ми звертаємо ува-
гу саме на технічну складову цього процесу. Виходячи із змісту ч. 3 ст. ст. 
232 і 336 КПК України, використання дистанційного провадження у досу-
довому розслідуванні повинно забезпечувати належну якість зображення і 
звуку. При цьому, ми погоджуємося з думкою К. Казак стосовно того, що 
роз’яснення терміну «належна якість» у Кодексі не врегульовано. Аналіз 
норм, які регламентують процедуру відео конференції дозволяє дійти ви-
сновку, що належна якість зображення – це те, що дає можливість однозна-
чно ідентифікувати особу або речі (якщо йдеться про впізнання речей) за 
зображенням учасниками процесу та зафіксувати цей процес технічними за-
собами з наступною можливістю її ототожнення. Належна якість звуку – це 
звук, який дозволяє чітко та розбірливо розрізняти покази допитуваної осо-
би учасниками процесу і зафіксувати його технічними засобами з наступ-
ною ідентифікацією особи, яку допитують, за ознаками голосу [2]. 
Не розглядаючи дане питання у комплексі, більш детально зупини-
мося на можливості проведення впізнання речей у режимі відеоконфе-
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ренції під час досудового розслідування та особливостях цього процесу. 
Необхідно зазначити, що під час проведення відеоконференцій виникає 
низка проблемних питань, які ускладнюють органам, що здійснюють 
кримінальне провадження, належно отримувати електронну інформа-
цію. Зокрема, це викликано технічними погрішностями зображення, що 
спричиняють кольорові викривлення. Науковці – фізики зазначають, що 
незважаючи на технічний розвиток галузі телевізійної техніки, який по-
силює якість телевізійного зображення, існує погіршуючий фактор ко-
льоросприйняття на екрані телеприймача. Цим фактором є зовнішнє за-
свічування під час перегляду відеоматеріалу. У деяких випадках зовні-
шнє засвічування екрану телеприймача практично є малозалежними від 
людини, наприклад при перегляді у денний час, коли рівень засвічуван-
ня та його оптичний спектр (кольорова температура) залежать від пого-
дних умов, що впливають на якість транслювання відеоматеріалів. На-
томість, у вечірній час людина може певною мірою регулювати рівень 
освітленості приміщення, у якому проводиться перегляд. Таким чином, 
проблему кольорових викривлень не можна розв’язати методом поліп-
шення якісних характеристик як каналу зв’язку, так і обладнання теле-
центру і телевізійних приймачів. У сучасних телевізорів на передній 
панелі встановлено фотометр, який дозволяє автоматично вимірювати 
яскравість зовнішнього освітлення, і регулювати контрастність телеві-
зійного зображення. Це деякою мірою знімає частину поставленої про-
блеми, але повного і достатнього її розв’язання не дає [3]. 
Таким чином, зазначена технічна складова цієї процесуальної дії 
може суттєво вплинути на уявлення особи щодо демонстрації речей, та 
спричинити отримання неправдивої інформації під час кримінального 
провадження. 
Звертаємо увагу, що серед правників – процесуалістів немає єдиної 
думки стосовно необхідності проведення слідчих дій у режимі відеоко-
нференції. Підтвердженням тому слугує Проект закону України «Про 
внесення змін до Кримінального процесуального кодексу України щодо 
скасування відеоконференцій» № 2305, поданий 15 лютого 2013 року на 
розгляд до Верховної Ради народним депутатом України 
Г. Г. Москалем. Проте, 23 вересня 2013 року Комітетом з питань верхо-
венства права та правосуддя Верховної Ради України даний документ 
відхилено та повернуто на доопрацювання. 
Отже, питання щодо застосування відеоконференцій у кримінальному 
процесі є актуальним, однак вимагає удосконалення і внесення додаткових 
роз’яснень й інших корегувальних дій у його реалізації. 
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ЩОДО ОБ’ЄКТИВНОЇ СТОРОНИ ПОРУШЕННЯ  
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Як відомо, об’єктивна сторона злочину – це зовнішня сторона (зовнішнє 
вираження) злочину, що характеризується суспільно небезпечним діянням 
(дією або бездіяльністю), суспільно небезпечними наслідками, причинним 
зв’язком між діянням і суспільно небезпечними наслідками, місцем, часом, 
обстановкою, способом, а також засобами вчинення злочину [2, с. 111]. Во-
на є елементом складу злочину і входить до підстави кримінальної відпові-
дальності, багато в чому визначає суспільну небезпечність злочину та пра-
вильну його кваліфікацію, має важливе значення для розмежування злочи-
нів та їх відмежування від незлочинних діянь, дозволяє суду правильно ви-
значити ступінь тяжкості вчиненого злочину та врахувати її при призначен-
ні покарання. 
Об’єктивна сторона злочину, передбаченого ч. 1 ст. 182 Кримінального 
кодексу України (далі – КК), буквально характеризується як «незаконне 
збирання, зберігання, використання, знищення, поширення конфіденційної 
інформації про особу або незаконна зміна такої інформації, крім випадків, 
