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La finalidad de esta investigación fue mejorar el rendimiento de dispositivos Access Point en 
redes con alta concurrencia de usuarios usando mecanismos de conectividad, los mismos que se 
xxiv 
 
analizaron y posteriormente se seleccionaron por ser los más sobresalientes en la actualidad y más 
utilizados en la Universidad Central del Ecuador. De acuerdo al estudio los elegidos fueron los 
Estándares IEEE 802.11N y 802.11AC, que cuentan con parámetros de medición como ancho de 
banda, throughput, latencia, jitter, ruido, intensidad de señal, calidad de conexión, entre otros, con 
estos parámetros se pudo obtener resultados mediante la comparación estadística de sus datos. 
Luego se realizaron simulaciones en las herramientas: Cisco Prime Infrastructure y Cisco 8500 
Series Wireless Controller, en estas se ejecutaron pruebas de los estándares en mención, midiendo 
parámetros como: tasa de velocidad configurada, tráfico, throughput, intensidad de señal, calidad 
de conexión o ruido, utilización del canal e interferencia, para obtener posibles criterios acerca 
del mejor mecanismo de conectividad, una vez evaluados arrojan resultados orientados hacia el 
estándar IEEE 802.11N. Para finalizar, mediante el análisis estadístico T de Student para muestras 
independientes se toma una muestra para cada estándar y se determina los resultados de los 
indicadores evaluados con los siguientes valores, intensidad de señal 60,88 dBm para 802.11N y 
-65,64 dBm para 802.11AC, calidad de conexión 29,19 dB para 802.11N y 26,24 dB para 
802.11AC y throughput 4953,60 kbps para 802.11N y 3296,93 kbps para 802.11AC, datos que 
identifican y demuestran la superioridad del rendimiento de la red inalámbrica con el estándar 
802.11N, así mismo y como punto final se emite ciertos criterios a manera de guía sobre 
características económicas, ubicación física, configuración por software y por comandos que 
deben tener los Access Point para trabajar de manera óptima y por ende permitan tener un 
rendimiento alto en la red inalámbrica. 
 
 
Palabras Clave: <ACCESS POINT (AP)>, <CONECTIVIDAD>, <MECANISMOS>, 
<ESTÁNDAR>, <RUIDO>, <RENDIMIENTO>, <THROUGHPUT>, <WIRELESS FIDELITY 











The purpose of this research was to improve the performance of access point devices in networks 
with high concurrency of users using connectivity mechanisms. These where analyzed and later 
selected as the most outstanding and most used devices at the Central University of Ecuador. 
According to the study, the IEEE 802.11N and 802.11AC Standards were chosen, which have 
measurement parameters such as bandwidth, throughput, latency, jitter, noise, signal strength, and 
connection quality, among others. Then simulations were performed in the tools Cisco Prime 
Infrastructure and Cisco 8500 Series Wireless Controller. In these tests, standars in mention were 
execute, measuring parameters such as configured speed rate, traffic, throughput, signal strength, 
connection quality or noise, channel utilization and interference. Obtaining possible criteria about 
the best mechanism of connectivity, once evaluated, give results-oriented towards the standard 
IEEE 802.11N. Finally, through the Student T statistical analysis for independent samples, a 
sample is taken for each standard. The results of the evaluated indicators are determined with the 
following values, signal strength 60.88 dBm for 802.11N and -65.64 dBm for 802.11AC, 
connection quality 29.19 dB for 802.11N and 26.24 dB for 802.11AC and throughput 4953.60 
kbps for 802.11N and 3296.93 kbps for 802.11AC, data that identify and demonstrate the 
superiority of the wireless network performance with the 802.11N standard. And as an endpoint, 
specific criteria are issued as a guide to economic characteristics, physical location, software, and 
command configuration that must have access points to work optimally and therefore alloy high 
performance in the wireless network. 
 
 
Keywords: <ACCESS POINT (AP)>, <CONNECTIVITY>, <MECHANISMS>, 
<STANDARD>, <NOISSE>, <PERFORMANCE>, <THROUGHPUT>, <WIRELESS 








1.1. Planteamiento del problema. 
 
Fruto de la tecnología se evidencia en la actualidad como el mundo ha logrado tener una 
comunicación global a través del internet, la misma que se ha convertido en la mayor fuente de 
comunicación en donde se conectan millones de dispositivos (Ramírez, 2018). 
Al inicio la comunicación entre estos dispositivos se realizaba únicamente de manera cableada 
mediante el protocolo de internet (IP), por tal motivo en estos últimos años se ha notado el 
incremento de redes inalámbricas. Este crecimiento se debe a varios motivos, como el estilo de 
vida actual donde las personas prefieren una conexión sin cables, la necesidad de siempre estar 
conectados a redes locales o Internet, tener conexión constante sin estar atados a aspectos de 
movilidad, mayor flexibilidad, etc. (Vásconez D 2014, p. 110). 
Las redes inalámbricas en sus inicios tenían desventajas significativas como las mencionadas 
anteriormente, no obstante, también ofrecían muchas ventajas. Entre las más destacadas podemos 
indicar la compatibilidad que se tiene con redes cableadas, la facilidad con la que se puede ejecutar 
la instalación de estos dispositivos, los bajos costos de su implementación, la simplicidad en la 
administración, la escalabilidad, la capacidad de brindar cobertura a pesar de tener barreras 
físicas, etc. Y para mantener el control y la estabilidad, se creó estándares de comunicación 
naciendo así el estándar IEEE, el cual generó un grupo de trabajo específico para redes 
inalámbricas, llamado 802.11 (Vallejo A, 2017). 
Pero si bien, las redes inalámbricas han ido expandiéndose por sus extraordinarias ventajas, se 
debe mencionar que en sus inicios tuvieron algunos problemas, como el control de acceso a la 
MAC (Histinf.blogs.upv.es, 2017), problemas de conectividad generados por la gran demanda de 
usuarios, entre otros. Usualmente los inconvenientes generales de conexiones inalámbricas se 
deben a errores de configuración, firmware incompatible, interferencias con otros dispositivos, 
etc. (Sites.google.com, 2018). 
A nivel global, las redes de área local inalámbricas llamadas también WLAN han sido densamente 
desplegadas para proporcionar el acceso a Internet a los clientes móviles. A medida que la 
población de clientes inalámbricos sigue aumentando, este tipo de redes son saturadas y por lo 
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tanto algunos usuarios de una red inalámbrica pueden encontrarse con graves problemas de 
degradación del rendimiento, provocado por el masivo acceso al canal y la interferencia (Yao, 
Sheng, & Mi, 2016). 
En Ecuador la mayoría de las fallas en la comunicación inalámbrica se han determinado por 
problemas en el rendimiento de la red, lo que significa que los dispositivos podrían tener 
vulnerabilidades en su seguridad y por ende, intrusos podrían tener un fácil acceso a la red (El 
Universo, 2017). También podría tratarse de un problema de infraestructura debido a que los 
usuarios con dispositivos móviles prefieren conectarse a puntos de acceso de redes inalámbricas, 
en lugar de usar los planes de datos móviles, y es por este motivo que las empresas e instituciones 
públicas y privadas que no poseen la capacidad y/o configuración adecuada para el masivo uso 
de sus redes, recurren a la adquisición de nuevos dispositivos Access Point que cubran las 
insuficiencias inalámbricas (Diario La Hora, 2017). 
El problema de rendimiento también está ligado con la concurrencia de los usuarios conectados a 
una red, estos tienen inconvenientes de lentitud en el servicio (Internet e Intranet), desconexión 
constante de los Access Point y falta de conectividad a la red inalámbrica causada por el gran 
número de usuarios conectados en una red (De Luz S., 2011).  
Una técnica emergente en esta investigación es el posicionamiento físico de los dispositivos 
basados en la intensidad de la señal en redes inalámbricas (Access Point), con el que se podrá 
determinar el número y ubicación de los usuarios con el fin de obtener datos que permitan 
identificar la afluencia de usuarios/dispositivos conectados a una red inalámbrica y a su vez 
determinar el estado de saturación de estos (Wang & Shao, 2017). Además, existen varios 
mecanismos de conectividad con los cuales se puede evaluar el rendimiento de una red, las 
medidas que a menudo son consideradas importantes son el Ancho de banda, el throughput, la 
latencia, Jitter, la tasa de error y la intensidad de señal. 
 
1.2. Formulación del problema. 
 
¿El rendimiento de dispositivos Access Point en redes con alta concurrencia de usuarios mejorará 
con la aplicación de mecanismos de conectividad en la Universidad Central del Ecuador? 
 




¿Existen estudios acerca del estado actual de dispositivos inalámbricos Access Point que brinden 
soluciones de rendimiento y conectividad en redes con alta concurrencia de usuarios? 
¿Con la mejora en el funcionamiento de dispositivos inalámbricos Access Point los usuarios 
finales tendrán una mejor fluidez en el servicio (Internet e Intranet), una conexión estable y 
navegación constante? 
¿Existe una alineación correcta en los dispositivos Access Point, que permita cubrir las 
necesidades de conectividad inalámbrica de los usuarios de instituciones, empresas y 
establecimientos que cuentan con redes inalámbricas amplias? 
¿Se ha establecido estándares de ubicaciones físicas de los Access Point con el fin de tener mejor 
rendimiento y cobertura inalámbrica? 
¿Se reducirá la adquisición de nuevos equipos inalámbricos a partir del levantamiento de estudios 
que lleven al óptimo desempeño de dispositivos Access Point? 
 
1.4. Justificación de la investigación. 
 
Las redes inalámbricas han tomado gran importancia en la actualidad, su crecimiento en el ámbito 
tecnológico se debe al estilo de vida donde existe la necesidad de mantener una constante 
conectividad en redes locales o Internet, la facilidad a la movilidad, una mejor flexibilidad, entre 
otros. Esta investigación sirve y se proyecta en mejorar el rendimiento de dispositivos Access 
Point con el uso de mecanismos de conectividad tales como, una adecuada configuración del 
firmware, mejorar el posicionamiento físico, entre otros.  
Mediante la evaluación del rendimiento de los dispositivos Access Point, se desea obtener mejoras 
en su funcionamiento, tanto en la parte de software que conllevaría a una óptima configuración y 
actualización de equipos inalámbricos y la de hardware que brindaría un buen posicionamiento 
físico y un excelente alcance que evite interferencias de señal entre ellos y con otros equipos 
inalámbricos. 
Realizando dichas mejoras en el funcionamiento de los dispositivos inalámbricos Access Point se 
beneficiarán las instituciones, empresas y establecimientos que manejen redes con alta 
concurrencia de usuarios, porque permitirá tener una base de conocimiento acerca de la 
configuración de dispositivos inalámbricos Access Point. Por otro lado, se podrán conectar más 
usuarios con el mismo número de equipos, así como también, experimentarán fluidez en el 
servicio (Internet e Intranet), una conexión estable y navegación constante. 
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Además, esta investigación aportará en el ámbito de las telecomunicaciones, mediante  la 
reducción de los costos de instalación en los equipos de configuración compleja, pero sobre todo 
en dispositivos inalámbricos Access Point, al mismo tiempo se busca tener un correcto 
posicionamiento físico que mejore el alcance del servicio, mejorar la disponibilidad al tener alta 
concurrencia de usuarios conectados al proveer un modelo de ajustes a nivel de firmware y como 
parte de la investigación aportar conocimientos e instrucciones a los administradores que manejan 
redes amplias, creando estándares de configuración y ubicación física que ayuden a tener un 
servicio de calidad (Gordon W, 2015). 
Por lo antes mencionado esta investigación tiene como propósito, implantar mejoras en nuevos 
proyectos de telecomunicaciones inalámbricas. Centrándose en perfeccionar el rendimiento y 
conectividad de los establecimientos con redes amplias, como es el claro ejemplo de la 
Universidad Central del Ecuador que se beneficiará de esta investigación permitiendo que sus 
recursos tecnológicos sean optimizados mediante las acotaciones señaladas anteriormente.  
 
1.5. Objetivos de la investigación. 
 
1.5.1. Objetivo General. 
 
Evaluar el rendimiento de dispositivos Access Point en redes con alta concurrencia de 
usuarios, para mejorar el desempeño de estos mediante el uso de mecanismos de 
conectividad en la Universidad Central del Ecuador. 
 
1.5.2. Objetivos Específicos. 
 
 Analizar diversos mecanismos de conectividad y comparar los más eficientes para determinar 
cual ofrece mayor rendimiento en redes inalámbricas. 
 
 Diseñar escenarios de pruebas en herramientas digitales, donde permita medir el rendimiento 
inalámbrico de los dos mejores mecanismos de conectividad. 
 
 Implementar los dos mejores mecanismos de conectividad para que permita identificar cuál 
de ellos brindará un adecuado rendimiento de la red inalámbrica en la Universidad Central 




 Establecer una guía de implementación y características técnicas acerca del más sobresaliente 




La aplicación de mecanismos de conectividad en dispositivos Access Point, mejora el rendimiento 
de redes inalámbricas con alta concurrencia de usuarios. 
 
1.7. Identificación de variables. 
 
1.7.1. Variable Independiente. 
 
La aplicación de mecanismos de conectividad en dispositivos Access. Point. 
 
1.7.2. Variable dependiente. 
 
El rendimiento de las redes inalámbricas con alta concurrencia de usuarios. 
 
1.8. Operacionalización de Variables. 
 












La aplicación de 
 
Dependiente: 
El rendimiento de las redes inalámbricas 
con alta concurrencia de usuarios. 
 
El rendimiento de una red se refiera a las 
medidas de calidad de servicio de un 
dispositivo de telecomunicaciones, cuando 








Point, mejora el 
rendimiento de redes 





La aplicación de mecanismos de 
conectividad en dispositivos Access. 
Point. 
 
Aplicación o ejecución de reglas o protocolos 
para la conectividad de red inalámbrica 
como: Último protocolo WIFI, lugar físico, 
canal de señal, interferencias, alcance de 
señal, ancho de banda. 
 
Realizado por: Edgar Ulloa. 
 






Tabla 2-1: Matriz de consistencia. 




La aplicación de 
mecanismos de 
conectividad en 
dispositivos Access Point, 
mejora el rendimiento de 
redes inalámbricas con alta 
concurrencia de usuarios. 
Dependiente. 
El rendimiento de las 
redes inalámbricas con 
alta concurrencia de 
usuarios. 
 
 Número de usuarios 
conectados. 
 Pruebas de velocidad de 
transmisión. 
 Pruebas uso del canal. 
 Pruebas uso de 
frecuencia. 




 𝐏𝐨𝐫𝐜𝐞𝐧𝐭𝐚𝐣𝐞 𝐝𝐞 𝐨𝐜𝐮𝐫𝐫𝐞𝐜𝐢𝐚 𝐝𝐞 𝐜𝐨𝐧𝐞𝐱𝐢𝐨𝐧𝐞𝐬 =
𝑇𝑜𝑡𝑎𝑙 𝑑𝑒 𝑐𝑜𝑛𝑒𝑥𝑖𝑜𝑛𝑒𝑠 𝑑𝑒𝑡𝑒𝑐𝑡𝑎𝑑𝑎𝑠
𝑇𝑜𝑡𝑎𝑙 𝑑𝑒 𝑐𝑜𝑛𝑒𝑥𝑖𝑜𝑛𝑒𝑠 𝑒𝑠𝑡𝑖𝑚𝑎𝑑𝑎𝑠 
  
 
 𝐏𝐨𝐫𝐜𝐞𝐧𝐭𝐚𝐣𝐞 𝐝𝐞 𝐮𝐭𝐢𝐥𝐢𝐳𝐚𝐜𝐢ó𝐧 𝐝𝐞𝐥 𝐦𝐞𝐝𝐢𝐨 =
𝐴𝑛𝑐ℎ𝑜 𝑑𝑒 𝑏𝑎𝑛𝑑𝑎 𝑢𝑡𝑖𝑙𝑖𝑧𝑎𝑑𝑜
𝐴𝑛𝑐ℎ𝑜 𝑑𝑒 𝑏𝑎𝑛𝑑𝑎 𝑒𝑥𝑖𝑠𝑡𝑒𝑛𝑡𝑒
 
Pruebas. 
Toma de datos. 









Cisco 8500 Series Wireless 
Controller. 






















 𝐓𝐚𝐬𝐚 𝐝𝐞 𝐝𝐢𝐬𝐩𝐨𝐧𝐢𝐛𝐢𝐥𝐢𝐝𝐚𝐝 =
𝑚𝑒𝑐𝑎𝑛𝑖𝑠𝑚𝑜𝑠 𝑑𝑒 𝑐𝑜𝑛𝑒𝑐𝑡𝑖𝑣𝑖𝑑𝑎𝑑 𝑢𝑡𝑖𝑙𝑖𝑧𝑎𝑑𝑜𝑠
𝑚𝑒𝑐𝑎𝑛𝑖𝑠𝑚𝑜𝑠 𝑑𝑒 𝑐𝑜𝑛𝑒𝑐𝑡𝑖𝑣𝑖𝑑𝑎𝑑 𝑒𝑥𝑖𝑠𝑡𝑒𝑛𝑡𝑒𝑠
 
 



















Cisco 8500 Series Wireless 
Controller. 









𝑇𝑖𝑒𝑚𝑝𝑜 𝑑𝑒 𝑟𝑒𝑠𝑝𝑢𝑒𝑠𝑡𝑎 𝑑𝑒𝑠𝑑𝑒 𝑙𝑎 𝑝𝑒𝑡𝑖𝑐𝑖ó𝑛 𝑑𝑒 𝑢𝑠𝑢𝑎𝑟𝑖𝑜















2. MARCO TEÓRICO 
 
2.1. Antecedentes del problema 
 
En la actualidad se han encontraron los siguientes trabajos de investigaciones afines con el tema, 
para la propuesta de solución se puntualiza lo más notable de cada uno de ellos. 
En el repositorio de Science Direct, reposa el siguiente Paper bajo el título “Predicción basada en 
el contexto de la demanda de puntos de acceso en redes WIFI” representada por los señores David 
Rodríguez Lozano, Juan A. Gómez Pulido, José M. Lanza Gutiérrez, Arturo Duran Domínguez, 
Ramón A. Fernández Diaze, en el año 2017. 
“Las redes inalámbricas son infraestructuras insustituibles, ambientes donde estudiantes, 
profesores y empleados interactúan con la red para fines académicos y de investigación. Son tan 
importantes que las instituciones y empresas invierten constantemente para mejorar la cobertura, 
el ancho de banda, las latencias, la seguridad, la energía y los consumos, entre otros parámetros 
de calidad de servicio. Las infraestructuras inalámbricas son generalmente monitoreadas y 
controladas por software, estas son soluciones para gestionar los usuarios y los recursos, tales 
como los puntos de acceso inteligentes” (Rodríguez-Lozano, Gómez-Pulido, Lanza-Gutiérrez, 
Duran-Domínguez, & Fernández-Díaz). 
En el repositorio de Science Direct, reposa el siguiente Paper bajo el título “Analizando la solidez 
de una serie de puntos de acceso inalámbrico a interferentes de dispositivos móviles” representada 
por los señores David Schweitzer, Ruholla Jafari Marandi, Hugh Medal, en el año 2017. 
“A través de otros experimentos se ha llegado a la conclusión de que la potencia total de la señal 
de una red inalámbrica sigue una curva en forma de S a medida que aumenta el número de 
emisores de interferencias y puntos de acceso. También se logró notar que el aumento de los 
puntos de acceso sólo mejora la robustez de la red por primera vez. Además, los casos de 
problemas en una red tienen una intensidad de señal entre el 39% y el 69%, lo que indica que el 
valor de los parámetros de interferencia y puntos de acceso (por ejemplo, número de emisores de 
interferencias, el número de períodos de tiempo) tienen un efecto sobre la intensidad de señal” 
(Schweitzer, Jafari-Marandi, & Medal, 2017).  
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De acuerdo a lo indagado en Ecuador, se cuenta con infraestructura establecida para el progreso 
de comunicación tecnológica inalámbrica y a diferencia de las redes cableadas, las redes 
inalámbricas tienden a ser altamente afectadas por las interferencias del medio, esto es provocado 
porque las señales transitan libremente, es decir al tener diversas señales compartiendo el mismo 
espacio existen colisiones de señal que afecta la calidad del servicio, esto ocasiona que cuando 
más lejos se encuentre de un punto de acceso a internet, más tiempo demora en descargar la 
información solicitada, por ende se requiere de una mejor y más robusta tecnología para mantener 
un buen servicio. Detrás de estos inconvenientes existen varias aplicaciones técnicas, además de 
otros problemas como la seguridad y la estabilidad (Arcotel 2017, p. 22). 
Las complicaciones presentadas son debido al desconocimiento del uso correcto de dispositivos 
inalámbricos, las generalidades de estos inconvenientes se deben a fallas en la configuración de 
equipos como Enrutadores y Access Point. Entre estas dificultades se tiene la caída de la red, sea 
esta parcial o en su totalidad, el impedimento de conectar equipos a través de un adaptador 
inalámbrico, equipos conectados de manera inalámbrica los cuales no pueden acceder a sus 
recursos compartidos.  
En la Universidad Central del Ecuador conforme a los datos obtenidos mediante la herramienta 
Cisco 8500 Series Wireless Controller se puede estipular que esta Institución posee una red 
inalámbrica de gran envergadura. La misma que cuenta con alrededor de 766 Access Point (AP) 
en diferentes modelos mostrados en la Figura 1-2. 
 
Figura 1-2: Modelos de APs Cisco existentes en la Red Inalámbrica UCE. 




Existen varios factores que indican escaso rendimiento en los Access Point como lo es la 
intensidad de la señal, que está en un rango de alrededor 7700 números de clientes en -65 RSSI 
(dBm) como intensidad de señal alta y alrededor de 1500 números de clientes en -75 RSSI (dBm) 
con intensidad de señal baja. Ver Figura 2-2. 
 
Figura 2-2: Calidad de la Conexión – Intensidad de Señal. 
Fuente: Dirección de Tecnologías de la Información y Comunicación (UCE). 
Estos cálculos se establecen en base a la interpretación de valores del indicador de fuerza recibida 
RSSI donde:  
“En una escala de 0 a -80 RSSI: 
 0: señal ideal, casi imposible de lograr. 
 -40 a -60: señal eficiente con tasas de transmisión estables. 
 -60: señal buena; ajustando la transmisión se logra una conexión al 80%. 
 -70: señal media/baja; emite una señal regularmente buena.  
 -80: señal mínima tolerable para una conexión. Suelen acontecer caídas que serían cortes de 
comunicación (pérdida de llamadas, datos y mensajes descompuestos). 
El rango de valores presentados varía entre fabricantes y no están del todo estandarizados” (RSSI, 
2019). 
Tabla 1-2 de equivalencias aproximada para el nivel de cobertura en función de los dBm en aire: 
 
Tabla 1-2: Equivalencias de intensidad de señal en dBm. 
Intensidad de la señal - medido en dBm Valoración 
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-30 dBm Excelente 
-67 dBm Muy Bueno 
-70 dBm Bueno 
-80 dBm No es bueno 
-90 dBm Inutilizable 
Fuente: RSSI, 2019. 
Realizado por: RSSI, 2019. 
 
Ligado a la intensidad de la señal se tiene en consideración la calidad de la conexión que es una 
medida de ingeniería electrónica que define la relación entre la potencia de una señal con la 
potencia del ruido que la corrompe (Garai, J, 2019). En general cuando el intervalo de la señal es 
más alto que el intervalo del ruido, la señal es más clara. Es decir, la Universidad Central del 
Ecuador también presenta un rango de calidad de señal medio como se puede ver en la figura 3-
2, datos que son tomados de la herramienta Cisco 8500 Series Wireless Controller. 
SNR o RUIDO: 
 6dB o menos es terriblemente malo. Percibe problemas intermitentes de sincronismo. 
 7dB a 10dB señal aceptable. 
 11dB a 20dB señal buena, mínimos o sin problemas de sincronismo. 
 20dB a 28dB señal excelente. 
 29dB o más es asombroso. 
 
        Figura 3-2: Calidad de la Señal versus Ruido. 




Otro factor importante e influyente en el rendimiento de los Access Point es la tasa de conexión 
existente en la Universidad Central del Ecuador que no es más que la velocidad a la que navega 
cada dispositivo dentro de la red inalámbrica y que de acuerdo a la toma de datos se encuentra en 




      Figura 4-2: Tasa de Conexión. 
        Fuente: Dirección de Tecnologías de la Información y Comunicación (UCE). 
 
En la institución a investigar se puede ver varios modelos de Access Point, pero los datos 
obtenidos se toman centrándose en los dispositivos Access Point internos con antenas Cisco 
Aironet 2700 series y los Access Point sin antenas Cisco Aironet 1700 series los cuales se 




         Figura 5-2: APs Cisco con antena Aironet 2700 y sin antena Aironet 1700. 
             Fuente: Cisco datasheet AIR CAP 1702I. 
 
Una vez expuestos los elementos antes mencionados se puede decir que en el presente proyecto 
de investigación se observan todos los datos que intervienen en el rendimiento de Access Point, 
dichos datos han sido obtenidos en la Universidad Central del Ecuador - Dirección de Tecnologías 
de la Información y Comunicación con el fin de conocer las formas y mecanismos de conexión 
que tiene esta Institución, siendo las de más realce las siguientes: protocolos de seguridad 
utilizados (WPA2 con PSK y WPA2 Enterprise con 802.1x), frecuencias (2.4GHz y 5GHz), 
estándares (802.11 A-B-G-N-AC), estas formas de conexión utilizadas en esta Institución 
permiten la selección más eficiente de los Mecanismos de Conectividad con el fin de solucionar 
las falencias del rendimiento de la red inalámbrica (AP), tomando como referencias el 
rendimiento versus concurrencia de usuarios o el rendimiento versus intensidad de señal. 
Analizadas las referencias antes mencionadas se puede establecer mecanismos de conectividad 
que ayuden a la identificación y mejora del bajo rendimiento de dispositivos Access Point, además 
hay que considerar que el rendimiento de una red se refiere a las medidas de calidad de un servicio 
por lo tanto se debe elegir mecanismos de conectividad que ayuden a establecer resultados y 
posean internamente ciertos indicadores o parámetros medibles como por ejemplo Ancho de 
banda, el throughput, la latencia, Jitter, la tasa de error y la intensidad de señal, viendo desde un 
punto técnico los mecanismos de conectividad que se acoplan a estas medidas serían los 
estándares más actuales y utilizados por la institución, es decir, el estándar IEEE 802.11n en 
comparación con el estándar IEEE 802.11ac. 
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Cabe mencionar que en esta institución se manejan varios de los estándares existentes como: 
802.11a, 802.11b, 802.11g, 802.11n, 802.11ac estas conexiones se establecen dependiendo de los 
dispositivos que se conectan a la red inalámbrica ya que no todos los dispositivos poseen en su 
tarjetería las 2 frecuencias (2.4GHz y 5GHz) ni los estándares más actuales. 
 
2.2. Bases teóricas. 
 
2.2.1. Redes de comunicaciones. 
 
“Es un conjunto de elementos con características comunes interconectadas o conectadas a través 
de un medio físico común, con el objetivo de compartir y optimizar recursos a través de una 
disposición física en particular” (Cidecam M, 2019). Normalmente se trata de transmitir datos, 
audio y vídeo por ondas electromagnéticas a través de diversos medios (aire, vacío, cable de 
cobre, fibra óptica, etc.). 
“Los factores que aseguran el envío de los mensajes y la información en la red de datos son los 
medios de networking que conectan los dispositivos de red y los acuerdos y estándares que rigen 
su funcionamiento. A medida que crece la demanda para que más personas y dispositivos se 
comuniquen en un mundo móvil, las tecnologías de red de datos tendrán que adaptarse y 
desarrollarse” (Cidecam M, 2019). 
 
2.2.2. Redes WAN. 
 
Las WAN utilizan dispositivos de red diseñados específicamente para realizar las interconexiones 
entre las LAN. Dada la importancia de estos dispositivos para la red, la configuración, la 
instalación y el mantenimiento de los mismos son aptitudes complementarias de la función de la 
red de una organización. 
Las LAN y las WAN son muy útiles para las organizaciones individuales. Conectan a los usuarios 
dentro de la organización. Permiten gran cantidad de formas de comunicación que incluyen 





       Figura 6-2: Redes WAN. 
                    Fuente: Cidecam M, 2019. 
 
2.2.3. Redes LAN. 
 
Las infraestructuras de red pueden variar en gran medida en términos de: 
 El tamaño del área cubierta. 
 El número de usuarios conectados. 
 El número y los tipos de servicios disponibles. 
Una red individual generalmente cubre una única área geográfica y proporciona servicios y 
aplicaciones a personas dentro de una estructura organizacional común, como una empresa, un 
campus o una región. Este tipo de red se denomina Red de área local (LAN). Una LAN por lo 
general está administrada por una organización única. El control administrativo que rige las 
políticas de seguridad y control de acceso está implementado en el nivel de red (Cidecam M, 2019). 
 
Figura 7-2: Redes LAN. 




2.2.4. Redes inalámbricas. 
 
“Se le llama red inalámbrica a la conexión de varios dispositivos inalámbricos o nodos que 
comparten información a través de ondas electromagnéticas, es decir, no dependen de una red 
cableada, el envío y recepción de datos se realiza a través de puertos” (Vallejo A, 2017). Las redes 
inalámbricas se han expandido gracias a que los costos son reducidos, porque evita la utilización 
de grandes cantidades de cableado ethernet y conexiones físicas entre nodos, entre sus desventajas 
se tiene la falta de seguridad, exigiendo que esta sea más robusta para evitar ataques o intrusos en 
la red. 
 
               Figura 8-2: Red Inalámbrica. 
               Fuente: Vallejo A, 2017. 
2.2.4.1. Topologías de redes inalámbricas. 
 
Referentes a las topologías de redes inalámbricas tenemos tres tipos relevantes: 
● La topología AD-HOC, es una conexión temporal que define a un conjunto de 
computadores que se conectan directamente sin requerir de un punto de acceso (AP) (Modo 





   Figura 9-2: Topología AD-HOC. 
    Fuente: Modo Ad – Hoc, 2019. 
 
● La topología ESS, esta configuración permite unir varios puntos de acceso (AP) con el 
objetivo de crear una amplia cobertura de red inalámbrica (Topologías inalámbricas, 2019). 
 
 
      Figura 10-2: Topología ESS. 
        Fuente: Topologías inalámbricas, 2019 - Luis Ruiz Barcayola. 
 
● La topología BSS, en la cual vamos a centrar esta investigación, trata acerca de la 
configuración donde se necesita disponer de un depósito central llamado Punto de Acceso 






Figura 11-2: Topología BSS. 
Fuente: Recalde, 2019. 
 
Esta última topología es la de mayor uso o demanda dentro de instituciones y empresas que 
cuentan con una infraestructura de red de gran tamaño, porque con esta topología de red se puede 
realizar una cobertura más amplia, logrando cubrir la demanda de usuarios existentes y 
brindándoles servicio en todo el espacio físico de cobertura (Recalde, 2019). 
 
2.2.5. Dispositivos Inalámbricos. 
 
En la actualidad se ha dado una tendencia por eliminar los cables en los dispositivos tecnológicos, 
debido a esto nacieron las redes inalámbricas, con dispositivos que no necesitan cables y se 
manejan a distancias mediante señales electromagnéticas. Entre los dispositivos más usados 
tenemos los siguientes: 
● Puntos de Acceso (AP) son dispositivos a través de los cuales las estaciones Wireless 
pueden conectarse de una manera rápida y fácil a una red inalámbrica, éstos son los que 
serán objeto de esta investigación. 
 
● Bridge Inalámbrico son dispositivos que se usan para realizar la comunicación entre dos 
o más redes con el fin de conectar diferentes edificios. Este brinda velocidades elevadas 
de datos y llega a sitios difíciles de cablear. 
 
● Enrutador Inalámbrico son dispositivos de comunicación inalámbrica en la que permite 




● Adaptadores son tarjetas que sirven para la comunicación inalámbrica, poseen una antena 
la cual permite la recepción y transmisión de datos. 
 
2.2.6. Access Point. 
 
Es un dispositivo de red inalámbrica y su función principal es interconectar en red varios equipos, 
tales como celulares, computadores portátiles, Tablet, etc., es decir, establecer una red local 
inalámbrica que conecta dispositivos móviles y equipos con tarjetas de red inalámbricas. Por lo 
general está conectado a una red cableada que le permite el acceso a internet y mediante esta 
distribuye el servicio de internet a los dispositivos inalámbricos (Pazmiño A, 2011, p. 53).  
Es el dispositivo inalámbrico en el que se centrará la investigación, se trata de un dispositivo de 
capa dos por el cual las frecuencias Wireless pueden integrarse rápida y fácilmente a cualquier 
red cableada, este puede actuar de punto central de una red inalámbrica independiente, además 
que se usa como punto de conexión entre redes inalámbricas y cableadas.  
 
Tabla 2-2: Características WLAN Access Point. 
Característica  Descripción  
Capa Física  
Espectro ensanchado por secuencia directa (DSSS), Espectro 
ensanchado por salto de frecuencia (FHSS), Multiplexación por 
división de frecuencias ortogonales (OFDM), Infrarrojos (IR). 
Seguridad de Datos y 
Red 
Se basa en el algoritmo de cifrado RC4 para confidencialidad, 
autenticación e integridad. Se limita por la administración de 
claves. 
Banda de Frecuencia 2.4 GHz y 5GHz 
Tasa de Transferencia 1 Mbps, 2Mbps, 5.5 Mbps, 11 Mbps, 54 Mbps  
Rango de Operación 100 metros 
Aspectos Positivos  
Se obtiene una velocidad de Ethernet sin usar cables, una variedad 
de productos y compañías, los costos están disminuyendo. 
Aspectos Negativos 
Poca seguridad, la tasa de transferencia disminuye con la 
distancia y carga. 
Fuente: Suárez Gutiérrez, 2019, p. 10. 




2.2.7. Esquema de configuración de AP. 
 
El esquema de configuración de dispositivos inalámbricos Access Point (AP) serán establecidos 
de acuerdo a las especificaciones técnicas de cada producto y a las estaciones que se tiene 
modeladas y montadas en el escenario digital, además se tomará como estación de pruebas reales 
a los ambientes que se tiene dentro de la institución a investigar.  
Todo esto con el fin de realizar pruebas minuciosas del posicionamiento físico, ya que la adición 
de algunos AP podría cambiar drásticamente el rendimiento de los más lejanos, es decir, se 
requiere evidenciar que los mismos fenómenos aparecen mientras se cambia el número de 
estaciones por AP (Ducourthial, Mottelet, & Busson). 
Además de buscar la correcta configuración de los dispositivos, orientándose siempre al 
fortalecimiento de los dispositivos inalámbricos en redes amplias con alta concentración y 
concurrencia de usuarios. 
 
2.2.8. Análisis Tecnología Wifi. 
 
Esta tecnología basada en el estándar 802.11, permite su comunicación por ondas 
electromagnéticas en varios rangos de frecuencias, que se propagan en el aire, han contribuido 
decisivamente al desarrollo de tecnologías de comunicación. Ejemplos representativos de estas 
son: Wifi y la óptica de espacio libre, utilizando microondas y luz láser. Su importancia y 
utilización han ido en aumento por su versatilidad, movilidad y precios favorables. 
La importancia y la utilización de Wifi han ido creciendo para complementar redes cableadas 
tradicionales. Wifi es considerado el más importante en el contexto de las organizaciones que 
poseen grandes redes. En este caso un punto de acceso, permite comunicaciones de dispositivos 
electrónicos Wifi con una red de área local cableada, a través de un enrutador. La red de área local 
inalámbrica (WLAN) surge basada en un Access Point. Wifi ha tomado un posicionamiento a 
nivel de redes personales, donde estas redes inalámbricas (WPAN) permite que los dispositivos 
personales se comuniquen punto a punto y las configuraciones punto a multipunto se utilicen tanto 
en interiores como en exteriores, con funciones direccionales y omnidireccionales específicas, las 
antenas Wifi utilizan microondas en las bandas de frecuencia de 2,4 y 5 GHz, además del estándar 






   Figura 12-2: Red Inalámbrica (Wifi). 
    Fuente: Datacraft, 2019. 
 
2.2.9. Cobertura de radio. 
 
Es de mucha importancia conocer el alcance que tiene los dispositivos inalámbricos, ya que existe 
variación en las diferentes marcas y modelos. Por tal motivo se debe considerar que se requieren 
dispositivos inalámbricos diferentes para cada ambiente dentro de un establecimiento, siendo el 
objetivo principal de estos abastecer de cobertura a toda una organización (Radio de cobertura Wifi, 
2019). 
 
Figura 13-2: Cobertura y alcance de radio. 




2.2.10. Equipamiento de cobertura. 
 
Se determina a partir de la cobertura de radio con la que cuentan los diferentes equipos 
inalámbricos que son utilizados en una red de gran tamaño, para tener una referencia de los 
dispositivos existentes y los dispositivos que se usan en redes inalámbricas de gran tamaño, se 
indicarán algunos de estos dispositivos: Puntos de Acceso, Bridge Inalámbrico, enrutadores 
inalámbricos y adaptadores. 
Cuando se trata de dar una excelente cobertura inalámbrica, los Access Point son los más 
adecuados para esta función ya q están específicamente creados para satisfacer coberturas grandes 
de señal inalámbrica. 
 
2.2.11. Estándares de telecomunicaciones. 
 
“Un estándar de telecomunicaciones es un conjunto de normas, especificaciones y 
recomendaciones técnicas, así como el organismo de estandarización IEEE benefició en el ámbito 
de las redes inalámbricas con una variedad de especificaciones para este tipo de comunicación. 
El estándar IEEE 802.11 trabaja en la capa física y en la capa de enlace de datos del modelo OSI, 
implantando normas para el correcto desempeño y funcionalidad de las redes inalámbricas, en la 
actualidad existen varios protocolos, estos han ido evolucionando en nuevas adaptaciones para 
mejorar las funcionalidades de los dispositivos” (Betancourt S, 2016, p. 24). 
 
2.2.11.1. Estándares IEEE 802.11. 
 
“El estándar 802.11 en realidad es el primer estándar y permite un ancho de banda de 1 a 2 Mbps. 
El estándar original se ha modificado para optimizar el ancho de banda (también en los estándares 
802.11a, b y g, llamados estándares físicos 802.11) o para especificar componentes de mejor 
manera con el fin de garantizar mayor seguridad o compatibilidad” (Pillou J, 2019).  
A continuación, en la Tabla 3-2 se muestra el estándar 802.11 con las variaciones respectivas a 




Tabla 3-2: Estándares Tecnología Wifi. 
Estándar Nombre Descripción 
802.11a wifi5 El estándar 802.11 (llamado wifi 5) admite un ancho de banda 
superior (el rendimiento total máximo es de 54 Mbps, aunque en la 
práctica es de 30 Mbps). El estándar 802.11a provee ocho canales 
de radio en la banda de frecuencia de 5 GHz. 
802.11b wifi El estándar 802.11 es el más utilizado actualmente. Ofrece un 
rendimiento total máximo de 11 Mbps (6 Mbps en la práctica) y 
tiene un alcance de hasta 300 metros en un espacio abierto. Utiliza 
el rango de frecuencia de 2,4 GHz con tres canales de radio 
disponibles. 
802.11c Combinación del 802.11 
y el 802.1d 
El estándar combinado 802.11c no ofrece ningún interés para el 
público general. Es solamente una versión modificada del estándar 
802.1d que permite combinar el 802.1d con dispositivos 
compatibles 802.11 (en el nivel de enlace de datos). 
802.11d Internacionalización El estándar 802.11d es un complemento del estándar 802.11 que 
está pensado para permitir el uso internacional de las redes 802.11 
locales. Permite que distintos dispositivos intercambien 
información en rangos de frecuencia según lo que se permite en el 
país de origen del dispositivo. 
802.11e Mejora de la calidad del 
servicio 
El estándar 802.11e está destinado a mejorar la calidad del servicio 
en el nivel de la capa de enlace de datos. El objetivo del estándar es 
definir los requisitos de diferentes paquetes en cuanto al ancho de 
banda y al retardo de transmisión para permitir mejores 
transmisiones de audio y vídeo. 
802.11f Itinerancia El 802.11f es una recomendación para proveedores de puntos de 
acceso que permite que los productos sean más compatibles. Utiliza 
el protocolo IAPP que le permite a un usuario itinerante cambiarse 
claramente de un punto de acceso a otro mientras está en 
movimiento sin importar qué marcas de puntos de acceso se usan 
en la infraestructura de la red. También se conoce a esta propiedad 
simplemente como itinerancia. 
802.11g   El estándar 802.11g ofrece un ancho de banda elevado (con un 
rendimiento total máximo de 54 Mbps, pero de 30 Mbps en la 
práctica) en el rango de frecuencia de 2,4 GHz. El estándar 802.11g 
es compatible con el estándar anterior, el 802.11b, lo que significa 
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que los dispositivos que admiten el estándar 802.11g también 
pueden funcionar con el 802.11b. 
802.11h   El estándar 802.11h tiene por objeto unir el estándar 802.11 con el 
estándar europeo (Híper LAN 2, de ahí la h de 802.11h) y cumplir 
con las regulaciones europeas relacionadas con el uso de las 
frecuencias y el rendimiento energético. 
802.11i   El estándar 802.11i está destinado a mejorar la seguridad en la 
transferencia de datos (al administrar y distribuir claves, y al 
implementar el cifrado y la autenticación). Este estándar se basa en 
el AES (estándar de cifrado avanzado) y puede cifrar transmisiones 
que se ejecutan en las tecnologías 802.11a, 802.11b y 802.11g. 
Fuente: Pillou, 2019. 
 
Estándar IEEE 802.11N  
Reconocido por la organización IEEE el 11 de septiembre del 2009 y también conocido como 
WIFI 4 creada para mejorar el rendimiento de la red con respecto a sus antecesores el estándar 
802.11b y 802.11g, con una ampliación significativa en la velocidad máxima de transmisión de 
54Mbps a un máximo de 600Mbps, trabaja en las bandas de frecuencias de 2.4GHz y 5GHz, 
también incorpora Múltiple-Input Múltiple-Output (MIMO) y unión de interfaces de red (Channel 
Bonding), además de agregar tramas a la capa MAC. 
MIMO en el estándar 802.11N es la tecnología que permite el uso de múltiples antenas 
transmisoras y receptoras de información, los beneficios de MIMO son optimizar el desempeño 
de la red facilitando manejar grandes cantidades de información a través de la diversidad de 
antenas y el multiplexado espacial. Además, usa diversas señales multi ruta para acrecentar la 
destreza del receptor de recobrar los mensajes de la señal. 
Channel Bonding o unión de interfaces (40MHz) en el estándar 802.11N es la segunda tecnología 
añadida y mediante la cual utiliza dos canales separados o dos bandas adyacentes de 20MHz para 
transmitir datos simultáneamente, haciendo que se pueda duplicar la velocidad de la capa física 
disponible en un solo canal de 20MHz (Herrera Ramírez, Díaz Ramírez & Calafate, 2019). 
 
Estándar IEEE 802.11AC 
El nuevo estándar inalámbrico 802.11ac tiene por objetivo garantizar una mayor velocidad a la 
red inalámbrica, con un aumento en la eficiencia del 10% y un consumo de energía menor, provee 
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un alcance mayor a velocidades Gigabit Ethernet. El estándar 802.11ac basa su éxito en el ya 
popular 802.11n, trayendo consigo mejoras en velocidad y escalabilidad, al combinar la 
tecnología inalámbrica con la capacidad Gigabit Ethernet (MX, 2019). 
El aumento de velocidad en el estándar 802.11ac se logra gracias a las siguientes características: 
Aumento en los canales: El ancho de canal para la transmisión en el estándar 802.11n tiene un 
máximo de 40MHz, y ahora el estándar 802.11ac lo incrementa hasta 80MHz o incluso hasta 
160MHz, aumentando aún más la velocidad de datos por cada radio (MX, 2019). 
Incremento en la modulación: El estándar 802.11ac ahora emplea 256QAM (Modulación de 
amplitud en cuadratura, por sus siglas en inglés, Quadrature Amplitud Modulation), lo que 
significan altas tasas de transferencia de datos (MX, 2019). 
Multi-user MIMO (MU-MIMO): Soporte de transmisiones simultáneas a múltiples clientes, 
maximizando la utilización de la banda RF (MX, 2019). 
El estándar 802.11ac opera únicamente en la banda de los 5GHz donde hay menos ruido e 
interferencia de tecnologías competidoras. Además, en esta banda hay mucho espacio disponible, 
lo que permite aumentar el número de canales de flujo en esta banda, a diferencia de los tres 
existentes en el 802.11n (MX, 2019). 
 
 
       Figura 14-2: Comparación entre estándares. 






2.2.12. Bandas de Frecuencias Tecnología Wifi. 
 
Los estándares 802.11 A-B-G-N-AC también llamados estándares físicos, son modificaciones del 
estándar 802.11 y operan en frecuencias diferentes las cuales son 2.4GHz y 5GHZ, “lo que les 
permite alcanzar distintas velocidades en la transferencia de datos según sus rangos o distancias” 
(Pillou J, 2019). Cabe mencionar que en la actualidad existes nuevos estándares como el 802.11ac 
que funciona con conexiones de hasta 1300Mbps, opera en la banda de 5GHz. 
Tabla 4-2: Frecuencia Tecnología Wifi. 
Estándar Banda de Frecuencia Velocidad Rango 
802.11a 5 GHz 54 Mbps 10 m 
802.11b 2,4 GHz 11 Mbps 100 m 
802.11g 2,4 GHz 54 Mbps 100 m 
802.11n 2.4GHz y 5GHz 600 Mbps 100 m 
802.11ac 5 GHz 1300 Mbps 100 m 
Fuente: Pillou, 2019. 
 
2.2.12.1. Banda de Frecuencia Wifi 2.4GHz y 5GHz. 
 
Algunas características que identifican a “Ambos tipos de Wifi están en sus canales, el estándar, 
el rango de red, la velocidad y las interferencias. También es importante saber que es posible que 
algunos dispositivos antiguos sólo capten la señal de 2.4GHz, ya que es la que más tiempo lleva 
siendo utilizada, mientras que la 5GHz es relativamente nueva” (FM Y, 2019). 
Wifi 2.4 GHz, al ser la más utilizada suele tener mayor número de interferencias, además tiene 
menor velocidad máxima de conexión, alcanzando por lo general velocidades de 50 o 60 Mbps 
como máximo. Es decir que las redes Wifi de 2.4 GHz son más lentas, pero alcanzan más 
distancias o poseen mejor rango de cobertura. 
Wifi 5 GHz, “Que al ser menos utilizada tiene menos interferencias, por lo que la conexión 
debería ir mucho más ágil cuando se conecta a ella. También tiene más canales para que los 
dispositivos tengan más espacio en el que repartirse, alcanza velocidades cercanas a los 867 Mbps, 
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Sin embargo, las redes Wifi 5 GHz también tienen menor rango de cobertura, y tienen mayor 
problema para superar obstáculos como paredes” (FM Y, 2019).  
 







Canales 14 canales no superpuestos 25 canales no superpuestos 
Interferencias Mayor Interferencias Menor interferencias 
Velocidad 
Máxima 
Menor velocidad de conexión Mayor velocidad de conexión 
Rango de Red Mayor rango Menor rango 
Estándar 
IEEE 802.11b, 802.11g, 802.11n  
 
IEEE 802.11a, 802.11n, 802.11ac  
 
Fuente: FM Y, 2019. 
 
2.2.12.2. Capacidad del canal wifi. 
 
Los canales wifi trabajan de forma diferente según la banda de frecuencia que se encuentren, 
dicho esto se tiene las bandas de frecuencia de 2.4GHZ y 5GHz.  
“La mayoría de Access Point trasmiten en la banda de 2,4 GHz, que es la tradicional y con la que 
todos los móviles son compatibles. Esta va desde los 2.412 MHz hasta los 2.472 MHz y se divide 
en 13 canales. Estos 13 canales se reparten un espectro de 100 MHz, pero cada uno tiene 20 MHz, 
por lo que si se hace una evaluación numérica no salen las cuentas. A no ser que estos canales se 
solapen entre ellos. Pues si es exactamente lo que pasa. Los canales se solapan entre sí, de forma 
que cada canal ocupa una parte del espectro de los subyacentes” (Nieto, 2019). 
  
 
2.2.13. Intensidad de la señal. 
 
Son mediciones de RSSI y “Representan la calidad relativa de una señal recibida en un 
dispositivo, RSSI indica el nivel de potencia que se recibe después de cualquier posible pérdida 
en el nivel de antena y cable. Cuanto mayor sea el valor RSSI, más fuerte será la señal. Cuando 
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se mide en números negativos, el número que está más cerca de cero normalmente significa mejor 
señal# (Net Spot, 2019).  
Como ejemplo se define que -50 dBm es una señal muy buena, -75 dBm es una señal razonable, 
y -100 dBm no emite ninguna señal. A pesar de que RSSI y dBm son unidades de medida 
diferentes, ambos muestran la intensidad de la señal. El dBm es una correlación de la potencia 
medida como referencias a un mW (miliwatt). 
“Para la señal significativa de buena calidad de medición ha de sustraer el ruido de la línea de la 
potencia de la señal. Una mayor diferencia de señal a ruido significa una mejor intensidad de 
señal” (Net Spot, 2019). 
 
Figura 15-2: Intensidad de señal. 
Fuente: Net Spot, 2019. 
 
Es de suma importancia analizar el esquema de infraestructura para ubicar los dispositivos 
inalámbricos e iniciar pruebas de potencia de señal para verificar que distancia alcanzan realmente 
pasando por alto las especificaciones técnicas del producto, si las interferencias por otros APs 
instalados fuera de la red UCE causan bajo rendimiento. Una vez establecidos estos datos y 
mediante software y hardware se analizará las ventajas y desventajas en las redes amplias con 




Con respecto a la evaluación del rendimiento en la Universidad Central del Ecuador, el internet 
es uno de los principales beneficios que se obtendría con las mejoras de este, siendo que el internet 
proviene del acrónimo INTERconected NETworks y se le conoce como una red de redes, es decir 
que interconecta redes de computadoras entre sí mediante algún medio como cable coaxial, fibra, 
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óptica, radiofrecuencia, líneas telefónicas, entre otras. Además de ser un método de interconexión 




“Para llegar a determinar el significado del término Dato, es importante dejar claro su origen 
etimológico. En concreto, podemos establecer la siguiente información al respecto:  
Datos, Esta palabra es fruto de la evolución de la palabra latina “datum”, que puede traducirse 
como dado” (Pérez Porto & Merino, 2019).  
“Dato es una expresión que indica una información, un documento o un testimonio que permite 
alcanzar un conocimiento o deducir las consecuencias legítimas de un hecho. Por lo tanto, se 
conoce como red de datos a la infraestructura cuyo diseño posibilita la transmisión de 
información a través del intercambio de datos. Cada una de estas redes ha sido diseñada 
específicamente para satisfacer sus objetivos, con una arquitectura determinada para facilitar el 
intercambio de los contenidos” (Pérez Porto & Merino, 2019). 
“Además, una red de datos se pone en funcionamiento con otros dos objetivos primordiales: 
compartir tanto el software como el hardware y otorgarle soporte y centralización a la 
administración pertinente” (Pérez Porto & Merino, 2019). 
Al igual, al ponerla en marcha se logra optimizar notablemente la rapidez y fiabilidad de la 





El rendimiento de una red tiene que ver con la calidad del servicio que este provee a los clientes 
asociados de dicha red. Para saber que una red está funcionando de manera óptima es medida o 
cuantificada mediante el cálculo de la velocidad de transmisión de datos, la cantidad de datos que 
llegan en forma íntegra desde un punto a otro, el tiempo de respuesta y evitando que los paquetes 
de datos trasmitidos perciban interferencias de otros medios. 
De acuerdo a ciertos factores de medición en los que intervienen la evaluación del rendimiento 
de Access Point usando como mecanismos de conectividad los estándares IEEE 802.11N y 
802.11AC los mismos que son los más destacados en la Universidad Central del Ecuador y 
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mediante los cuales se pueden obtener datos relevantes del rendimiento. Las siguientes medidas 
son frecuentemente consideradas importantes. 
 
2.2.14.3. Ancho de Banda. 
 
En conexiones a Internet el ancho de banda o bandwidth es la cantidad de información o de datos 
que se puede enviar a través de una conexión de red en un período de tiempo dado. El ancho de 
banda se indica generalmente en bites por segundo (bps), kilobytes por segundo (kbps), o 
megabytes por segundo (Mbps). En las redes de ordenadores, el ancho de banda a menudo se 
utiliza como sinónimo para la tasa de transferencia de datos, la cantidad de datos que se puedan 
llevar de un punto a otro en un período dado (generalmente un segundo). 
El ancho de banda en redes inalámbricas funciona sobre las bandas de 2.4 GHz y “5GHz, dentro 
del espacio radioeléctrico. Este espectro está regulado para garantizar la interoperabilidad entre 
equipos, de tal modo que radio, telefonía móvil y otras conexiones inalámbricas puedan funcionar 




“Tiempo que tarda en transmitirse un paquete dentro de la red, y es un factor clave en las 
conexiones a Internet. En función de la conexión que tengamos, esta latencia será mayor o menor. 
La latencia influye, por ejemplo, en el tiempo que tarda en cargar una web. 
Para medir la latencia, se utiliza el ping, muy conocido sobre todo por aquellos que utilizan 
los videojuegos online. El ping, medido en milisegundos (o ms) mide el tiempo que tardan en 
comunicarse una conexión local con un equipo remoto en la red IP. Por ejemplo, en un videojuego 
de disparos, cuanto menor sea el ping, menos tiempo tardará en registrar el servidor que tú has 
disparado y que la bala ha alcanzado su objetivo” (Velocidad, 2019). 
 “La tecnología de acceso a Internet: ADSL o Fibra. 
 La distancia entre los dos puntos que quieran establecer la comunicación, y las redes o saltos 
intermedios por los que tengan que pasar los paquetes. 
 Capacidad del dispositivo desde el que nos conectamos (ordenador, portátil, Tablet, móvil o 




2.2.14.5. Tráfico de red. 
 
En una comunicación el tráfico de red es el número de datos que se envían y se reciben o que a 
su vez viajan a través de un sistema. En un nivel de pequeños fragmentos, los paquetes se reciben 
y se transmiten mediante los anillos de recepción (Rx) y de transmisión (Tx) de una NIC. Desde 
estos anillos, los paquetes que se reciben son trasladados a la pila de red para realizar el debido 
procesamiento y los paquetes salientes son enviados a la red. Con esto se puede medir que tan 




Es la tasa de transferencia efectiva (tamaño neto de trabajo o información que fluye en un sistema) 
y se refiere a la tasa promedio de éxito en la entrega de un mensaje sobre un canal de 
comunicación. Este dato puede ser entregado sobre un enlace físico o lógico, o a través de un 
cierto nodo de la red. Por regla general, el Throughput es medido en bits por segundo (bit/s o bps), 
y a veces en paquetes de datos por segundo o paquetes de datos por franja de tiempo. Será siempre 
inferior al ancho de banda disponible y estará controlado por la señal de radio (decibeles) y las 
limitaciones del hardware. Throughput, es considerado desde el primer bit de información que 
llega al receptor, para separar el concepto, con la latencia, ya que habitualmente son usados como 
sinónimos (Gerometta, 2012). 
Time Window es la unidad en la cual Throughput es medida. La elección de una ventana de 
tiempo adecuado denominará generalmente los cálculos de Throughput; la latencia afecta en el 




“Se define técnicamente como la variación en el tiempo en la llegada de los paquetes, causada 
por congestión de red, perdida de sincronización o por las diferentes rutas seguidas por los 
paquetes para llegar al destino. Las comunicaciones en tiempo real como VoIP son especialmente 
sensibles a este efecto. Frecuentemente, es un problema en enlaces lentos o congestionados. Se 
espera que el aumento de mecanismos de QoS (calidad del servicio) como prioridad en las colas, 
reserva de ancho de banda o enlaces de mayor velocidad (100Mb Ethernet, E3/T3, SDH) puedan 
reducir los problemas del Jitter en el futuro” (Voip, 2019). 
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2.2.14.8. Pérdida de paquetes. 
 
En una comunicación existen paquetes que contienen la información necesaria para que cuando 
el destinatario los reciba, sea capaz de ordenar y usar la información.  
Sabiendo esto, ya se puede entender que cuando se habla de la pérdida de paquetes se refiere a 
que uno o más fragmentos de información no han llegado de la forma esperada a su destino, lo 
que provoca: 
 Información desfasada. 
 Lentitud de carga. 
 Interrupción en las cargas.   
 Cierre de conexiones.  
 Información incompleta.  
 
Algunas causas habituales de la pérdida de paquetes son las que exponemos a continuación: 
 Hardware dañado. 
 Capacidad del hardware (cuellos de botella). 
 Congestión en la red. 
 Wifi. 
 Bugs en el software de los dispositivos de red.  
 
2.2.14.9. Pérdidas por obstáculos. 
 
“La madera, los materiales sintéticos y el cristal provocan una pérdida en la intensidad de señal, 
están catalogados como obstáculos con un potencial de interferencia de nivel bajo. Por encima de 
estos, el agua, el ladrillo o el mármol, provocan pérdida de 'nivel medio', mientras que en un nivel 
aún superior están la escayola, el hormigón o el cristal blindado. Además de estos anteriores, que 
tienen un potencial de interferencia alto, el mayor enemigo de la señal Wifi es el metal, que es el 
que causa las mayores interferencias y provoca mayores pérdidas de señal” (González C, 2019). 
“Otro problema para la velocidad de la red inalámbrica y su señal son el resto de redes Wifi que 
estén funcionando en un radio próximo. Esto es, sencillamente, porque algunas pueden estar 
funcionando dentro del mismo canal en el espectro de radiofrecuencias. En ese caso, no sólo se 
pierde intensidad de señal y se reduce de forma considerable la velocidad de conexión, sino que 
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también se reduce de forma notable la estabilidad de la red y se puede comprometer su 




Si bien el uso avanzado y óptimo de dispositivos inalámbricos es importante también hay que 
centrarnos en una configuración que brinde un excelente servicio y que tenga robustez en su 
seguridad. Ya que por más que se tenga un servicio de calidad, este no serviría de nada si no se 
mantiene una seguridad alta que impida el ingreso de intrusos en la red. 
“Los algoritmos de seguridad Wifi han pasado por muchos cambios y mejoras desde los años 90 
para hacerse más seguros y eficaces. Se desarrollaron diferentes tipos de protocolos de seguridad 
inalámbricos para la protección de redes inalámbricas domésticas. Los protocolos de seguridad 
inalámbrica son WEP, WPA y WPA2, que cumplen el mismo propósito pero que son diferentes 




Privacidad equivalente al cableado (WEB) fue “Desarrollado para redes inalámbricas y aprobado 
como estándar de seguridad Wifi. WEP debía ofrecer el mismo nivel de seguridad que las redes 
cableadas, sin embargo, existen problemas de seguridad conocidos en WEP, que también es fácil 
de romper y difícil de configurar” (NetSpot, 2019). 
Se hicieron sin número de procesos, pero “A pesar de todo el trabajo que se ha hecho para mejorar 
el sistema, WEP sigue siendo una solución altamente vulnerable. Los sistemas que dependen de 
este protocolo deben ser actualizados o reemplazados en caso de que la actualización de seguridad 




La seguridad WPA es creada para cubrir o solucionar los problemas de la seguridad WEP. Este 
mecanismo de seguridad ofrece algunas variantes de acuerdo al propósito que se vaya a disponer: 
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 “WPA-Personal: Utiliza un sistema de claves PSK o claves pre compartidas donde el 
administrador especifica su propia contraseña y todos los usuarios se conectan a la red con 
ella, de manera que sea más fácil recordarla. 
 
 RADIUS: Enfocado a empresas, este sistema de seguridad se basa en un servidor en el que 
los usuarios deben autenticarse con un usuario y una contraseña diferente para cada uno en 




“El cifrado WPA2 es la actualización del cifrado WPA y mejora tanto la seguridad como el 
rendimiento de este. Este sistema también cuenta con las variantes de claves personales PSK y 
sistemas RADIUS para la gestión de redes, aunque el cifrado es muy superior al de WPA. 
Además, el tipo de cifrado usado en WPA y WPA 2 es TKIP y AES” (Sanz, Valero & Gómez Bolaños, 
2016).  
Siendo AES el que brinda máxima seguridad en nuestra red y a la vez ofrece mejoras en el 
rendimiento, además de los progresos en la seguridad, AES tolera mayores velocidades que TKIP. 
 
2.2.15.4. Seguridad 802.1x EAP. 
 
“Es un protocolo de acceso a puertos para proteger las redes mediante autenticación. Como 
resultado, este tipo de método de autenticación es extremadamente útil en el entorno Wifi debido 
a la naturaleza del medio. Si un usuario de Wifi se autentica a través de 802.1 X para el acceso a 
la red, se abre un puerto virtual en el punto de acceso que permite la comunicación. Si no se 
autoriza correctamente, el puerto virtual no se hace disponible y las comunicaciones se bloquean” 
(Intel, 2019). 
Existe tres apartados básicos para la autenticación del 802.1 X: 
 Suplicante. – Un usuario que está próximo a conectarse o solicitando acceso en la red wifi. 
 Autenticador. - Un punto de acceso donde solicita credenciales. 
 Servidor de autenticación. – Un equipo que contiene una base de datos para la autenticación, 
habitualmente es un servidor de RADIUS como Cisco ACS *, Funk Steel-Belted RADIUS *, 
o Microsoft IAS *. 
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“El protocolo de autenticación extensible (EAP) se utiliza para pasar la información de 
autenticación entre el suplicante (la estación de trabajo Wifi) y el servidor de autenticación 
(Microsoft IAS u otro). El tipo EAP maneja y define realmente la autenticación. El punto de 
acceso que actúa como Autenticador es solamente un proxy para permitir que el suplicante y el 
servidor de autenticación se comuniquen” (Intel, 2019). 
 
2.2.16. Pruebas de conectividad.  
 
Mediante las herramientas de software Prime Infrastructure, Cisco 8500 Series Wireless 
Controller, Speed Test y Wifi Analyzer se puede ir obteniendo datos relevantes de protocolos de 
seguridad, estándares utilizados, intensidad de señal y canales wifi respecto al rendimiento tanto 
en escenarios digitales, así como también en un escenario físico real de la institución en la que se 
llevará a cabo la investigación. Mediante estas pruebas se podrá identificar mecanismos de o 
formas de conexión orientados al fortalecimiento de dispositivos inalámbricos Access Point.  
 
2.2.17. FODA tecnología Wifi. 
 
Es el análisis de las posibles soluciones propuestas en los objetos planteados de la investigación 
de acuerdo a este análisis FODA se espera tener una idea clara de las debilidades, amenazas, 
fortalezas y oportunidades que hay que tener en cuenta al momento de realizar la implementación 




“Las debilidades de la tecnología wifi en el protocolo más actual WPA2 indica que se ha podido 
obtener información sensible mediante este tipo de redes inalámbricas información como tarjetas 
de crédito, contraseñas, mensajes en chat email y fotos” (Santamaría L, 2019). Además, que no 
proporciona una conexión estable en velocidad de transmisión para distancias largas entre el 
dispositivo final y el punto de acceso (AP). Entre estas debilidades tenemos: 
 La información está comprometida al conectarse a redes inalámbricas cuando se realiza 




 La información está comprometida al utilizar datos móviles (3g/4g) en caso de realizar una 
operación de compra online, abrir cuentas bancarias o gestionar temas laborales. 
 
 Los usuarios no ejecutan actualizaciones automáticas el sistema operativo cuando el 
fabricante alerta de una actualización de seguridad. 
 
 Los usuarios al no conocer de una configuración básica en los AP mantienen la opción o 
protocolo WPA2 desactivado. 
 
 Al no navegar por páginas bajo el protocolo HTTPS la información tiende a ser insegura por 




“Las redes inalámbricas hoy en día son las más amenazadas y vulnerables dentro del mundo de 
las tecnologías. Por eso es necesario que todos los que utilizan las redes WIFI sepan los riesgos a 
los que se exponen cuando usan una red inalámbrica. Ya sea en una empresa, en casa o una 
cafetería cuando un usuario navega por internet y hace uso de las redes inalámbricas está abriendo 
la puerta a una serie de amenazas que pueden afectar a los usuarios” (Seguridad T, 2019). Por tal 
motivo es fundamental tener conocimiento de las amenazas potenciales que emiten riesgo en la 
seguridad de los usuarios conectados a una red inalámbrica. 
 “Redes inalámbricas con mayor tráfico. Cuando una red wifi es utilizada por varios 
usuarios y ese número va creciendo también crece el riesgo de que alguien introduzca un virus 
que afecte al resto de usuarios.  
 Accesos no permitidos. Las contraseñas de las redes inalámbricas puede que usen protocolos 
de seguridad antiguos y fáciles de craquear como los WEP.  
 Red sin seguridad. Muchas veces se conectan a redes inalámbricas sin saber quién es el 
propietario o incluso redes que no tienen contraseña ni protección. En este caso pueden espiar 
nuestras comunicaciones privadas e utilizar la información con fines poco adecuados. 
 Inicios de sesión falsos. Cuando se conectan a una red inalámbrica a veces hay una página 
de inicio o hotspot en la que se nos pide una serie de datos para acceder. Hay que tener cuidado 
porque pueden ser páginas falsas en las que solicitan datos para robar o para atacar a los 
dispositivos con malware. 
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 Malware. Se conectan a una red inalámbrica en cierto lugar y en casa, sin saberlo se pudo 
haber sufrido de un ataque de malware que se activará más tarde y transferirá los datos 
confidenciales al dispositivo. 
 Robo de datos mientras navega. Cuando se conectan a una señal wifi se expone a perder 
documentos privados que se comparte mientras se navega. Por esto no es recomendable 
compartir información bancaria, porque se expone datos sensibles en la red. 
 Demandas judiciales. Si en el uso de una red wifi se accede a contenidos ilegales o 
inapropiados, el emisor de dicha red puede sufrir demandas judiciales por dicho uso. Por eso, 
muchas empresas restringen determinados contenidos en la red para protegerse” (Seguridad 




Las fortalezas actuales de las redes inalámbricas están relacionadas al ámbito económico, es decir, 
una de las más destacadas es el bajo costo de instalación, debido a que se puede desplegar largas 
distancias sin necesidad de adquirir cable, también se puede indicar que tiene gran facilidad al 
momento de la implementación en las organizaciones ya que se adapta a la mayoría de tecnología 
vigentes hoy en día, entre estas fortalezas se tiene: 
 Conectividad de fácil movilidad. 
 Cero cables para las conexiones de red. 
 La comodidad ofrecida es superior a redes cableadas porque con cualquiera con acceso puede 




Se habla de sus mejoras a mediano y largo plazo, lo que asegura su éxito en el futuro, estos 
dispositivos están en constante desarrollo, además existen actualizaciones continuas del estándar 
y en la actualidad su uso sigue en crecimiento, algunas de estas oportunidades son:  
 Mejora la velocidad al momento de navegar en internet. 
 Red con mayor seguridad. 




2.2.17.5. Resumen FODA. 
 
Tabla 6-2: Resumen FODA. 
F O 
• Conectividad de fácil movilidad • Mejora la velocidad al navegar en internet 
• Cero cables para las conexiones de red • Menor interferencias cobertura de señal 
• La comodidad superior de redes cableadas  • Red con mayor seguridad 
  WIFI   
D A 
• La información está comprometida  • Redes inalámbricas muy transitadas 
• Los usuarios no ejecutan actualizaciones  • Accesos no permitidos 
• navegar por páginas sin el protocolo 
HTTPS  • Red sin seguridad 


























3. METODOLOGÍA DE LA INVESTIGACIÓN. 
 
3.1. Tipo y Diseño de Investigación. 
 
3.1.1. Tipo de Investigación. 
 
La presente investigación se clasifica como aplicativa, Experimental.  
Aplicativa: debido a que busca aplicar soluciones a los problemas del sector investigado 
basándose en la comparativa de dos mecanismos de conectividad inalámbricos, investigaciones 
anteriores, hallazgos y desarrollos tecnológicos para perfeccionar la tecnología existente. 
Experimental: ya que mediante el análisis realizado a los mecanismos de conectividad que se 
encuentran en auge en la actualidad y de mayor importancia en la Universidad Central del Ecuador 
se procedió a realizar pruebas experimentales en escenarios reales y sus respectivas simulaciones 
con las herramientas necesarias para tener un objetivo claro de la investigación, con estos datos 
se interpreta los indicadores y resultados, con el fin de optimizar el rendimiento de dispositivos 
inalámbricos Access Point. 
 
3.1.2. Diseño de Investigación. 
 
Esta investigación posee un diseño cuantitativo, proponiendo evaluar y analizar estadísticamente 
el rendimiento de dispositivos inalámbricos Access Point de tal manera que permita comparar y 
aplicar los mecanismos de conectividad de más relevancia en la actualidad y de mayor uso en la 
Universidad Central del Ecuador, para lo cual previamente se analizó los componentes utilizados 
en la red Inalámbrica de la Universidad central del Ecuador, inclinándose por los siguientes 
mecanismos generales: Los Estándares o protocolos Wifi IEEE 802.11 de conexión inalámbrica, 




3.2. Métodos de Investigación. 
 
Método Científico: Este método de investigación permite que el involucrado conozca el problema 
y objeto de investigación, realizando estudios del proceso natural sin ejecutar alteraciones con el 
fin de demostrar la hipótesis (Cheerful, M., 2017). Como bien lo dice el concepto esta 
investigación tiene un enfoque hacia el análisis de mecanismos de conectividad para luego 
mediante estos evaluar el rendimiento de Access Point sin tener que realizar variaciones sobre la 
marcha del presente proyecto. 
Método Deductivo: Este método permite que el investigador realice varios pasos que lleven a la 
verificación de los enunciados, estos son la observación del fenómeno a estudiar, creación de una 
hipótesis para explicar el fenómeno y deducción de consecuencias o proposiciones. A lo largo de 
la investigación tal cual lo dice el concepto de este método, se realizan pasos que permiten ir 
confirmado cada uno de los objetivos propuestos mediante la selección de mecanismos de 
conectividad y la comparación de estos para definir una guía de implementación que ayude en 
posteriores investigaciones.  
 
3.3. Enfoque de la Investigación. 
 
El presente trabajo investigativo tiene un enfoque Cuantitativo.  
Cuantitativo debido a que el estudio y evaluación del rendimiento de dispositivos Access Point 
se orientan en medir estadísticamente el rendimiento de acuerdo a ciertos mecanismos de 
conectividad como son: Los Estándares IEEE 802.11 de conexión inalámbrica, Niveles de 
seguridad, Ancho de Banda, Canal de Señal, Intensidad de Señal y Frecuencias de Señal en 
2.4Ghz y 5Ghz. Enfocándose en la comparación de los estándares de más uso y más actuales 
siendo estos el Estándar IEEE 802.11N y el Estándar IEEE 802.11AC. 
 
3.4. Alcance de la Investigación. 
 
Esta investigación tiene un alcance explicativo ya que la información detallada respecto a los 
problemas de rendimiento en redes amplias con alta concurrencia de usuarios, así como también 
a los mecanismos de conectividad de mayor uso y de mayor importancia en la actualidad se van 
describiendo a lo largo de la investigación para obtener resultados que permitan emitir criterios 
respectos a los mecanismos de conectividad más relevantes y mediante los cuales se pueda 
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proveer una guía de implementación y características técnicas que deben tener estos dispositivos 
explicando las condiciones en que se manifiestan los indicadores para llevarnos a una posible 
solución del rendimiento en los Access Point. 
 
3.5. Población de estudio. 
 
Para establecer la población de estudio se debe dar énfasis a instituciones que cuenten con una 
gran infraestructura tecnología, así como también con gran demanda de usuarios y por ende gran 
número de conexiones activas dentro de una red, por tal motivo se seleccionó a la Universidad 
Central del Ecuador ya que cuenta con alrededor de 89.000 usuarios entre Estudiantes, Docentes 
y Administrativos los mismos que se conectan diariamente a la red inalámbrica. Además, cabe 
mencionar que en la parte tecnológica inalámbrica posee alrededor de 711 Access Point que 
brindan servicio inalámbrico, sin contar los demás equipos que forman parte de la red total de 
esta Institución. 
Una vez analizados estos puntos, se puede evaluar el rendimiento basado en pruebas de carga y 
esfuerzo, es decir, esta investigación se establecerá de la siguiente manera: 
 Número de conexiones inalámbricas activas en horas pico (Estudiantes, administrativos y 
docentes) de la Universidad Central del Ecuador - Periodo 2019-2019. 
De acuerdo a los datos obtenidos diariamente de las conexiones inalámbricas activas de las horas 
pico comprendidas entre las 9:00 hasta las 12:00, se puede indicar que dichas conexiones tienden 
a estar siempre en rangos similares. En la Figura 1-3 se puede observar el número de conexiones 
en horas pico de toda la Universidad Central del Ecuador, siendo este valor el más alto y más 
cercano al promedio de conexiones diarias, por lo tanto, se tomará 12.564 conexiones 
inalámbricas activas como valor numérico de la población de estudio, estos datos fueron 
proporcionados por la Dirección de Tecnologías de la Información y Comunicación de la 
Universidad Central del Ecuador en base a la herramienta Cisco Prime Infrastructure, 
consecuentemente este sería el número de conexiones que intervienen en la investigación, los 





Figura 1-3: Población de Estudio. 
Fuente: Cisco Prime Infrastructure. 
 
3.6. Unidad de Análisis. 
 
Por lo mencionado en la población de estudio, los objetos inmersos en esta investigación serían 
12.564 conexiones a los Access Point en horas pico comprendidas entre las 9h00 hasta las 12h00 
en la Universidad Central del Ecuador / Periodo Académico Marzo – Agosto del 2019, las mismas 
que fueron tomadas diariamente durante una semana y resultaron en promedio el número antes 
indicado. Cabe mencionar que las conexiones fueron a través de dispositivos inalámbricos como: 
Celular, Tablet, Laptop o Pc y estos cuentan con tarjetería inalámbrica específica para cada 
estándar, así se puede comparar dichos Estándares 802.11N y 802.11AC evaluando la tendencia 
de conexión a estos estándares y su a vez evaluar el rendimiento versus la intensidad de señal, 
calidad de conexión y throughput.  
 
3.7. Selección de la Muestra. 
 
“La muestra es la parte numérica y representa a un subconjunto de la población tomada” (Morillas 
A, 2015). En base a la población de estudio de 12.564 conexiones en horas pico de la Universidad 
Central del Ecuador, se selecciona la muestra de la población de estudio mediante la fórmula que 
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se observa a continuación en el punto 3.8. Tamaño de la muestra y se ejecuta pruebas de los 
mecanismos de conectividad de más uso en la UCE y de más relevancia en la actualidad, es decir, 
se usan dos muestras iguales, una para cada estándar, con el fin de comparar el Estándar 801.11N 
y el Estándar 801.11AC para obtener resultados del rendimiento versus la intensidad de señal, 
calidad de conexión y throughput. 
 
3.8. Tamaño de la Muestra. 
 
Conforme a lo establecido en la unidad de análisis se define como población de estudio al número 
de conexiones realizadas a la red inalámbrica de toda la Universidad Central del Ecuador en las 
horas pico comprendidas entre las 9:00 hasta las 12:00, así mismo para la selección y tamaño de 
la muestra. Por lo tanto, se tomarán muestras de los indicadores en horarios pico del uso de la red 
inalámbrica. 
  
Fórmula:              
 
𝑛 =
𝑁. 𝑍2. 𝑝. (1 − 𝑝)





n = pruebas que debemos seleccionar aleatoriamente.  
Población de estudio: N = 12.564 
Error máximo aceptable: e = 5% = 0,05  
Nivel de confianza: Z = 95% = 1,96  
Porcentaje estimado de la muestra: p = 50% = 0,5  
 
𝑛 =
12564 . 1,962 . 0,5 . (1 − 0,5)






12564 . 3,8416 . 0,5 . 0,5













𝑛 = 372,791 
 
Se obtiene que n = 373.  
 
3.9. Técnica de recolección de datos primarios y secundarios. 
 
Para la presente investigación se realiza las siguientes técnicas:   
 Búsqueda de información, que permita obtener los datos necesarios acerca del objeto de 
estudio para su desarrollo, utilizando las fuentes primarias y secundarias útiles. En base a este 
conocimiento se realizó la indagación de la información con respecto a mecanismos de 
conectividad, conceptos relacionados a redes inalámbricas y selección de pruebas estadísticas 
que se acoplen al presente proyecto. 
 
 Pruebas que permitan analizar y obtener datos acerca de los inconvenientes de rendimiento 
inalámbrico en redes con masiva concurrencia de usuarios como la realización de escenarios 
de pruebas con el fin de simular ambientes en los que se manejan los mecanismos de 
conectividad y posteriores pruebas reales para identificar cual estándar ofrece mejor 
rendimiento.  
 
 Observación es una técnica cualitativa que permite ver los mecanismos de conectividad de 
mayor importancia en la actualidad y obtener resultados de las comparaciones de estos, es 





 Análisis que permita dar a conocer los resultados de la investigación mediante la comparación 
de los mecanismos de conectividad seleccionados como los de mayor relevancia y las posibles 
soluciones que se pueda dar al rendimiento de Access Point luego de obtener resultados de 
las pruebas estadísticas. 
 
Las fuentes que se utilizaron para esta investigación son: 
 Primarias 
o Libros. 
o Papers y Revistas Científicas. 







3.10. Análisis de mecanismos de conectividad. 
 
En primer lugar, se define a los mecanismos de conectividad inalámbricos como la forma o 
método en que un dispositivo inalámbrico se conecta a otro dispositivo proveedor de un servicio, 
es decir, por ejemplo, un mecanismo de conexión sería la forma en que un teléfono móvil se 
conecta a un Access Point a través de un protocolo de seguridad (mecanismo de conectividad), 
solicitando a dicho dispositivo credenciales para poder acceder a la red y por ende a sus servicios.  
Entonces se puede decir que en los mecanismos de conectividad intervienen algunos parámetros 
e indicadores que otorgan un rendimiento diferenciado, por tal motivo se analizó los componentes 
utilizados en la red Inalámbrica de la Universidad Central del Ecuador, siendo los más destacados: 
Los Estándares o protocolos Wifi IEEE 802.11 de conexión inalámbrica, niveles de seguridad 
(WEP, WPA, WPA2, 802.1x) y bandas de frecuencia (2.4GHz y 5GHz). De acuerdo a estos 
parámetros se optó por seleccionar y comparar mecanismos de conectividad que conlleven al 
análisis profundo del rendimiento de Access Point.  
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Ahora bien, dentro de estas tres formas o mecanismos de conectar inalámbricamente a los 
dispositivos finales, se debe elegir y comparar aquellos mecanismos que posean indicadores 
medibles de rendimiento. Al analizar estos tres aspectos se tiene lo siguiente: 
 Estándares: El estándar o protocolo wifi es un mecanismo de conectividad que poseen todos 
los Access Point, estos internamente manejan y están ligados a varios indicadores de 
rendimiento teóricos como: ancho de banda, throughput, latencia, intensidad de señal, calidad 
de conexión, Jitter, ancho de canal, entre otros. 
 
 Seguridades: En lo que tiene que ver a seguridad (WEP, WPA, WPA2, 802.1x) es un 
mecanismo de conectividad que poseen los Access Point, pero no cuenta con indicadores 
medibles del rendimiento ya que solo intervienen o no credenciales de acceso y niveles de 
seguridad. 
 
 Frecuencias: Con respecto a las bandas de frecuencia se podría tener un indicador de 
medición dependiendo de esta frecuencia, la cual indica que la Banda de frecuencia de 
2.4GHz posee menor velocidad de trasmisión con mayor alcance o cobertura, frente a la 
Banda de frecuencia de 5Ghz siendo todo lo contrario a la anterior ya que posee mayor 
velocidad de trasmisión y menor alcance o cobertura. 
Una vez analizados estos tres mecanismos de conectividad y conociendo que la Universidad 
Central del Ecuador con respecto a los estándares maneja lo siguiente: IEEE 802.11 a, b, g, n y 
ac, se identificó que dichos estándares son esenciales y que además intervienen directamente en 
el rendimiento de la red inalámbrica, por tal motivo se plantea la comparación de los estándares 
de mayor uso en la Universidad Central del Ecuador, siendo los más utilizados los Estándares 
802.11N con 8607 clientes en banda de frecuencia de 2.4GHz y 802.11AC con 1052 clientes en 
banda de frecuencia de 5GHz, como se muestra en la Figura 2-3 según la herramienta de Cisco 
Prime Infrastructure manejada por el personal de la Dirección de Tecnologías de la Información 





Figura 2-3: Estándares 802.11 más utilizados. 
Fuente: Dirección de Tecnologías de la Información y Comunicación (UCE). 
 
Además, se tiene en cuenta el estado del arte actual donde indica que los Estándares han ido 
mejorando a lo largo del tiempo, es decir, cambiando de acuerdo a versiones optimizadas como 
la IEEE 802.11 a, b, g, n y ac. “La norma IEEE 802.11n es desarrollada y presentada 
mundialmente en un borrador en noviembre de 2007, para ser aprobada en septiembre de 2009. 
Y la norma IEEE 802.11ac que es una actualización de 802.11n fue aprobada mundialmente en 
enero del 2013” (IEEE, 2013). 
 
3.11. Análisis comparativo de los Estándares IEEE 802.11N y 802.11AC. 
 
Los Access Point manejados por la Dirección de Tecnologías de la Información y Comunicación 
y utilizados en la Universidad Central del Ecuador son de variados modelos de la marca Cisco 
como se observa en la Figura 3-3. La mayoría de estos Access Point Ciscos manejan los 
Estándares indicados anteriormente, es decir el 802.11 A, B, G, N y AC. Dentro de la Universidad 
Central del Ecuador los Access Point internos utilizados son los Cisco Aironet 1700i sin antena 
en los que se evalúa los Estándares 802.11N y AC, y con los que se tiene previsto comparar y 
obtener datos del rendimiento mediante algunos parámetros importantes como el ancho de banda, 
latencia, throughput, jitter, intensidad de señal, banda de frecuencia, canal de señal, entre otros. 
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Todo esto con el objetivo de tener claro que tecnología - Estándar es mejor respecto al otro y así 
poder aplicarla en redes con alta concurrencia de usuarios. 
 
 
                 Figura 3-3: Modelos de AP Cisco. 
                        Fuente: Dirección de Tecnologías de la Información y Comunicación (UCE). 
 
Si bien es cierto en el marco teórico se citó a los dos Estándares, el 802.11N y 802.11AC 
indicando que cada uno de ellos tienen lineamientos diferentes, lo cuales se verán a continuación: 
El estándar 802.11N trabaja en las bandas de frecuencia de 2.4GHz y 5GHz, es decir, maneja dos 
bandas de frecuencia con canales de 20 MHz de amplitud. “Amplitud es la que establece la tasa 
de transferencia de información para una mayor o menor velocidad máxima teórica. Este estándar 
ofrece la posibilidad de operar con una amplitud de canal, o ancho de banda de 40 MHz uniendo 
dos canales de 20 MHz para ello. Pero hay limitaciones, en tanto que se utilizan 13 canales de 20 
MHz, y el espectro está ampliamente saturado por la cantidad de dispositivos que funcionan sobre 
la banda de 2,4 GHz, generando interferencias entre ellos y colapsos en el intercambio de datos” 
(González, 2018).  
El estándar 802.11AC trabaja en la banda de frecuencia de 5GHz lo que quiere decir que posee 
mayor cantidad de canales y mayor ancho de banda. “En entornos de gran tamaño los dispositivos 
operan bajo los lineamientos ya citados, pero con cierta disminución en el alcance de la señal, lo 
ideal sería utilizar un mayor ancho de banda por canal para permitir un mayor flujo de 
transferencia y más velocidad entre el Router y los dispositivos conectados” (González, 2018). 
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Los elementos usados en este estándar consumen menos energía lo que significa que los 
dispositivos finales que funcionan con batería como laptops, teléfonos móviles, Tablet, entre otros 
puedan tener mejor rendimiento. 
A manera general la banda de frecuencia de 2.4GHz en el Estándar 802.11N posee mayor alcance 
con menor velocidad transmisión y la banda de 5GHz en el Estándar 802.11AC posee menor 
alcance con mayor velocidad de transmisión, viendo aquí ciertas diferencias notables que podrán 
incurrir en el rendimiento de los Access Point. Además, por parte de los usuarios de la red 
inalámbrica también se denotan ciertos criterios como por ejemplo que los dispositivos que se 
conectan a la red cuentan con un solo Estándar en su tarjetería lo que limita el uso de frecuencias, 
estándares y demás punto claves de conexión. En breve se describe ciertos parámetros que son de 
mucha importancia para mejorar el redimirnos de Access Point, y queda a juicio tomar las ventajas 
indicadas en esta investigación. 
 
3.11.1. Velocidad de transmisión.  
 
Los estándares WLAN regulan las velocidades y el tipo de trasmisión de los datos mediante las 
ondas de radio, en la Tabla 1-3 se observa una comparativa de la velocidad de transmisión según 
el estándar aplicado además en la Figura 4-3 se muestra una gráfica con el fin de entender de 
mejor manera las velocidades de transmisión teórico y real que maneja cada estándar. 
 
 
Figura 4-3: Comparación de velocidades de trasmisión. 




Tabla 1-3.  Velocidad de Transmisión comparativa entre estándar N y AC. 
  IEEE 802.11N IEEE 802.11AC 
Frecuencia de 
Operación 
2.4GHz y 5GHz 5GHz 
Canales    20, 40MHz 20, 40, 80 y hasta 160 MHz 
Streams    1 a 4 1 a 8 
MU-MIMO No Si 
Máxima tasa de 
transferencia por 
radio (1x1) 
150 Mbps 450 Mbps 
Máxima tasa de 
transferencia por 
radio (3x3) 
450 Mbps 1.3 Gbps 
Fuente: WNI México. 
Realizado por: Edgar Ulloa.. 2020 
 
Observando los datos anteriores de la Figura 4-3 se puede decir que el estándar 802.11N maneja 
una velocidad de transmisión teórica de entre 150 Kbps y 450 Kbps y una velocidad de trasmisión 
real de 200 Kbps a diferencia del estándar 802.11AC que posee una velocidad de transmisión 
teórica de hasta 1300 Kbps y una velocidad de trasmisión real de 222 Kbps, lo que indicaría que 
ambos estándares están bajo el mismo promedio con respecto a la velocidad de transmisión. 
También es importante indicar que las especificaciones de los Access Point Cisco Aironet 1700 
Series usados para la investigación posee velocidades de datos en el estándar 802.11N en 2.4GHz 
tal cual se muestran en la Tabla 2-3.  
 
Tabla 2-3: Velocidades de datos 802.11n en 2.4 GHz. 
Índice MCS 
GI = 800ns GI = 400ns 
Velocidad de 20-MHz 
(Mbps) Velocidad de 20-MHz (Mbps) 
0 6.5 7.2 
1 13 14.4 
2 19.5 21.7 
3 26 28.9 
4 39 43.3 
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5 52 57.8 
6 58.5 65 
7 65 72.2 
8 13 14.4 
9 26 28.9 
10 39 43.3 
11 52 57.8 
12 78 86.7 
13 104 115.6 
14 117 130 
15 130 144.4 
Fuente: Cisco Aironet 1700 Series Access Point Data Sheet. 
    
El estándar 802.11AC está centrada en garantizar una mayor velocidad a la red inalámbrica, opera 
a una velocidad de transmisión teórica de hasta 1300 Mbps, pero en la realidad la velocidad es 
significativamente menor. A pesar de que posee menor alcance con la banda de 5GHz estos 
dispositivos en estándar 802.11AC pueden alcanzar distancias mayores gracias a la tecnología 
Beamforming que focaliza la señal de radio a cada dispositivo conectado.  
En la Tabla 3-3 se puede observar las velocidades que maneja este estándar. 
 

























0 1 6.5 13.5 29.3 7.2 15 32.5 
1 1 13 27 58.5 14.4 30 65 
2 1 19.5 40.5 87.8 21.7 45 97.5 
3 1 26 54 117 28.9 60 130 
4 1 39 81 175.5 43.3 90 195 
5 1 52 108 234 57.8 120 260 
6 1 58.5 121.5 263.3 65 135 292.5 
7 1 65 135 292.5 72.2 150 325 
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8 1 78 162 351 86.7 180 390 
9 1 - 180 390 - 200 433.3 
0 2 13 27 58.5 14.4 30 65 
1 2 26 54 117 28.9 60 130 
2 2 39 81 175.5 43.3 90 195 
3 2 52 108 234 57.8 120 260 
4 2 78 162 351 86.7 180 390 
5 2 104 216 468 115.6 240 520 
6 2 117 243 526.5 130 270 585 
7 2 130 270 585 144.4 300 650 
8 2 156 324 702 173.3 360 780 
9 2 - 360 780 - 400 866.7 
Fuente: Cisco Aironet 1700 Series Access Point Data Sheet. 
 
3.11.2. Capacidad del canal.  
 
La capacidad del canal respecto al rendimiento de una red tiene que ver con la velocidad máxima 
de transmisión de datos a través de un canal de comunicación, es medida en bits por segundos y 
depende del ancho de banda, ruido y tasa de errores permitida. Por lo tanto, el estándar 
802.11N opera sobre un valor máximo de canal de 40MHz, mientras que el estándar 802.11AC 
opera sobre un valor máximo de canal de 160MHz, dándole al estándar 802.11AC una ventaja 
teórica significativa. 
No obstante, cabe mencionar que existen 13 canales en la banda de 2.4GHZ que se encuentran 
superpuestos unos con otros, lo que también ocasionan interferencias y por ende un bajo 
rendimiento en la red. Lo ideal sería escoger canales que no se solapen entre ellos como se muestra 
en la Figura 5-3. Así como también se muestra el número máximo de canales superpuestos en la 





Figura 5-3: Canales adyacentes superpuestos. 
Fuente: González, 2018. 
 
Tabla 4-3: Número máximo de canales no superpuestos. 
  Estándar 802.11N en 2.4GHZ Estándar 802.11AC en 5GHZ 
Número 
máximo de  
canales no 
superpuestos 
20 MHz = 3 
20 MHz = 24 
40 MHz = 11 
80 MHz = 5 
Fuente: Cisco Aironet 1700 Series Access Point Data Sheet. 
Realizado por: Edgar Ulloa.. 2020 
 
3.11.3. Intensidad de señal.  
 
Como se mencionó en el marco teórico la intensidad de señal son mediciones de RSSI y 
“Representan la calidad relativa de una señal recibida en un dispositivo, RSSI indica el nivel de 
potencia que se recibe y cuanto mayor sea el valor RSSI, más fuerte será la señal” (Net Spot, 
2019). Es decir, cuando una señal esta entre los rangos de 30dBm y -70dBm se considera una 
señal óptima, pero más depende de la ubicación física que se le dé a cada uno de los Access Point 
que intervienen en la emisión de señal y así mismo cada uno de los equipos clientes o dispositivos 
finales que se conecten al emisor (Access Point).  
En razón de que la medición teórica depende de varios factores como ubicación física de equipos, 
características de dispositivos, interferencias físicas, entre otros. y no depende del estándar 
802.11N ni del estándar 802.11AC no se define cuál de estos tiene mejor intensidad de señal o 




3.11.4. Tráfico de red.  
 
Se refiere al tipo de información que viaja a través de una red, estas redes toleran diferentes tipos 
de tráfico (Voz, Vídeo, Datos, etc.) simultáneamente sobre una misma infraestructura. Cada tipo 
de tráfico tiene diferentes características y por tanto diferentes requerimientos, por ejemplo:  
 VoIP es sensible al retardo y Jitter. 
 TCP es tolerante a la pérdida de paquetes, pero no (Vídeo y Voz). 
Entonces el tráfico de red sirve para ayudar a evaluar ciertos factores importantes del rendimiento 
de una red, y ahora con la ayuda de estándares con mecanismos de conexiones diferentes como 
el 802.11N y el 802.11AC, estas métricas de desempeño son analizadas para un determinado 
tráfico mediante: 
 Retardo (ms).  
 Jitter (ms). 
 Rendimiento (Mbps). 
Lo que indicaría que mediante los aspectos a ser medidos (Retardo, Jitter, Rendimiento) el 
estándar 802.11AC tiene ventajas teóricas sobre el estándar 802.11N. 
 
3.11.5. Retardo de Propagación.  
 
El retardo o retraso de propagación en una red es importante en cuanto tiene que ver a las 
implementaciones de redes ya que especifica y/o cuantifica el tiempo que demora un bit de datos 
para viajar a través de una red desde un nodo emisor a un nodo receptor. En tal razón el estándar 
802.11N maneja una velocidad de transmisión teórica de hasta 600 Mbps por ende debería tener 
mayor retardo sobre el estándar 802.11AC que maneja una velocidad de trasmisión teórica de 
hasta 1300 Kbps, haciendo que este último estándar tenga mejorías teóricas sobre su antecesor. 
 
3.11.6. Jitter.  
 
“Los paquetes en la red experimentan distintas cantidades de retardo. El retardo de un paquete 
varía a lo largo del camino entre el transmisor y el receptor. Esta variación en el retardo, se conoce 
como Jitter y afecta la calidad del flujo de audio y/o vídeo; las causas más comunes para su 
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aparición son: tiempos largos de espera de conexión, congestión del tráfico y la interferencia” 
(Cuesta Palacios & Romero León, 2013).  
En relación al Jitter y comparando los estándares 802.11N y 802.11AC según la investigación 
que reposa en el dspace de la Universidad Salesiana “Análisis comparativo del desempeño del 
estándar IEEE 802.11ac respecto al IEEE 802.11n a través de simulación numérica apoyada por 
software” (Ortiz, 2015) realizada en Quito abril 2015, donde indica que los datos resultantes en 
el estándar 802.11AC son más estables por lo tanto el Jitter es menor que en el caso del estándar 
802.11N. 
En conclusión, se denota una superioridad respecto a Jitter en 802.11AC, lo que quiere decir que 
dicho estándar tiene menor variación de retardo (Jitter) en relación al estándar 802.11N.  
 
3.11.7. Throughput (Rendimiento).  
 
Siendo el throughput la tasa de transferencia efectiva (tamaño neto de trabajo o información que 
fluye en un sistema) o la tasa promedio de éxito en la entrega de un mensaje sobre un canal de 
comunicación, teniendo en cuenta este concepto y verificando las ciertas características de cada 
estándar como: 
 Banda de frecuencia. 
 Capacidad de canal. 
 Tasa máxima de transmisión.   
Se deduce que el throughput para el estándar 802.11AC es mayor en comparación con su 
antecesor el estándar 802.11N, es decir tiene mayor tasa de trasferencia de datos asumiendo 
también que las comparaciones anteriores de sus características se inclinan por el estándar 
802.11AC. 
 
3.11.8. Latencia.  
 
“Mide el tiempo que tarda en trasmitirse un paquete dentro de la red, su medida es en milisegundos 
(ms), comúnmente para estas mediciones se utiliza el ping que se ejecuta dentro de una consola 
de comandos” (Sanz, Valero & Gómez Bolaños, 2016). Por tal motivo constituye un factor 
importante de las conexiones hacia el internet más no las conexiones que se realizan internamente 
dentro de una institución ya que el medio de transmisión, la distancia entre dos puntos que 
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requieran plasmar la comunicación y las redes o los saltos intermedios que tengan que atravesar 
los paquetes no son mediciones comparables para cada uno de los estándares investigados. 
Tanto el estándar 802.11N como el estándar 802.11AC tienen saltos intermedios similares dentro 
la red para conectarse a internet, esto depende más de la ubicación física que se le dé a cada uno 
de estos Access Point, consecuentemente cada estándar a pesar de tener diferencias en sus 
características no quiere decir que uno tenga mejores componentes que el otro y que tenga mayor 
o menor latencia, más bien se considera un punto imparcial entre estos dos estándares con respecto 
a la evaluación de la latencia. 
 
3.11.9. Seguridad.  
 
De acuerdo a los conceptos mencionados en el capítulo I y capitulo II acerca de la seguridad que 
maneja la Universidad Central del Ecuador se identifica un nivel de seguridad alto manejado por 
WPA2 con PSK y WPA2 Enterprise con 802.1x EAP para los dos estándares. 
Accediendo a estas tecnologías (WPA2 con PSK y WPA2 Enterprise con 802.1x EAP) mediante 
los 2 estándares se tiene las mismas opciones de seguridad lo que quiere decir que dicha seguridad 
no va a depender del mecanismo o estándar que se escoja, así que ninguno tiene ventaja sobre el 
otro con respecto a la seguridad. 
  
3.11.10. Resultado comparativo teórico.  
 
Mediante este análisis comparativo del estándar 802.11N y el estándar 802.11AC se establece 
parámetros de medición los cuales permiten tener datos que demuestren cual estándar tiene mejor 
expectativa sobre el otro. Los parámetros medibles son Jitter, retardo, latencia, seguridad, 
throughput, tráfico de red, intensidad de señal, capacidad de canal y velocidad de trasmisión. En 
total son 9 parámetros de los cuales se obtiene que el Estándar 802.11N posee 3 de estos 
equivalentes al 33.33% y el Estándar 802.11AC posee 9 parámetros equivalentes al 100%, es 
decir el Estándar 802.11AC posee mejores características sobre su antecesor y como punto final 
se obtiene una tabla de datos teóricos que representan las ventajas que tiene el un mecanismo 




Tabla 5-3: Análisis comparativo de los estándares 802.11N y AC. 
TECNOLOGÍA IEEE 802.11N IEEE 802.11AC 
Jitter  ✔ 
Retardo  ✔ 
Latencia ✔ ✔ 
Seguridad ✔ ✔ 
Throughput  ✔ 
Tráfico de Red  ✔ 
Intensidad de Señal ✔ ✔ 
Capacidad de Canal  ✔ 
Velocidad de transmisión  ✔ 
TOTAL 3 9 
PORCENTAJE % 33.33% 100% 
Realizado por: Edgar Ulloa.. 2020 
 
3.12. Escenarios de prueba de los estándares IEEE 802.11N y 802.11AC. 
 
Los escenarios de prueba de los mecanismos de conectividad IEEE 802.11N y 802.11AC se 
generan en base a la estructura física de la red inalámbrica, de la cual se va obtener datos que 
validen el rendimiento de sus Access Point, al igual se pretende tomar datos reales de las 
herramientas Cisco 8500 Series Wireless Controller y Cisco Prime Infrastructure instrumentos 
que intervienen en la infraestructura de la red en la Universidad Central del Ecuador.  
Al momento la red inalámbrica de esta institución usa APs para ambientes internos y externos en 
diferentes modelos según se tiene registros en la herramienta Cisco 8500 Series Wireless 
Controller. Pero esta investigación se centra en los Access Point internos Cisco Aironet 1700 
Series, en el Anexo A: Cisco Aironet 1700 Series, se puede encontrar una especificación más 
detallada de estos Access Point. En la Figura 6-3 se observa la interfaz de presentación de la 






Figura 6-3: Cisco 8500 Series Wireless Controller (Dashboard). 
Fuente: Dirección de Tecnologías de la Información y Comunicación (UCE). 
 
Si bien se indicó en el apartado anterior en la Universidad Central del Ecuador se manejan Access 
Point para ambientes internos, externos, con antenas y sin antenas en diferentes modelos. Pero 
cabe recalcar que los de mayor impacto y utilización son los Cisco Aironet 1700i tal cual se 
muestra a continuación en la Tabla 6-3. 
 
Tabla 6-3: Access Point utilizados en red inalámbrica UCE. 
Modelo Con Antenas Sin Antenas Número de APs Ambiente 
Cisco Aironet 1700i  ✔ 636 Interno 
Cisco Aironet 2702e ✔  10 Interno 
Cisco Aironet 1530i  ✔ 42 Externo 
Cisco Aironet 1530e ✔  23 Externo 
Fuente: Dirección de Tecnologías de la Información y Comunicación (UCE). 
Realizado por: Edgar Ulloa.. 2020 
 
Con el propósito de poder llevar a cabo la investigación se selecciona el diseño y estructura del 
escenario de pruebas de acuerdo a espacios reales de la institución para tener de manera clara el 
ambiente en el que se va a trabajar, es decir, ambientes internos donde permita comparar los 
mecanismos de conectividad más relevantes en esta institución los cuales son: Estándar 802.11N 




En la Figura 7-3 se presenta la señalización que interviene en la Figura 8-3 con el fin de identificar 
y mantener claridad en los aspectos relacionados al rendimiento de la red inalámbrica en la 
Universidad Central del Ecuador. 
 
Figura 7-3: Señalización Figura 8-3. 
                                    Realizado por: Edgar Ulloa.. 2020 
 
En la Figura 8-3, el escenario es una recreación similar a la infraestructura de la Universidad 
Central del Ecuador, de igual forma se ha tomado como referencia todos los dispositivos hallados 
en dicho espacio, si bien se puede notar que en esta área se tiene instalado Access Point en un 
pasillo el cual estaría ubicado en la parte céntrica de toda esta área, este AP fue ubicado de esta 
forma con el fin de unir los ambientes presentados en la Figura 8-3 y de tener un alcance total en 
toda el área. 
En este escenario de prueba se toma en cuenta los dispositivos conectados en esta red inalámbrica 
con el fin de evaluar si la intensidad de señal disminuye o aumenta a causa de la concurrencia de 
usuarios y la posición del AP. Así como también se evaluará la velocidad de conexión en relación 
a la ubicación del dispositivo inalámbrico. Para esto se colocarán los dispositivos finales en puntos 





Figura 8-3: Ambiente de prueba teórico. 
Realizado por: Edgar Ulloa.. 2020 
 
El Access Point utilizado en espacios o áreas internas con antenas internas para esta investigación 
es Cisco Aironet 1702I, del cual se describe algunas especificaciones notables para su 
investigación: 
Cisco Aironet 1700 Series Access Point posee doble banda, son puntos de acceso con estándar 
802.11 a /g / n / ac, lo que incluye una tasa de conexión teórica de hasta 867 Mbps, permitiendo 
así más clientes inalámbricos asociados a la red, con lo cual se aprovecha las aplicaciones 
multimedia al contar con un buen ancho de banda, en la Tabla 7-3 se describe ciertos beneficios. 
 
Tabla 7-3: Beneficios de AP Cisco series 1700. 
Característica  Beneficio  
802.11ac Wave con 3x3 de entrada 
y salida múltiple (MIMO) y dos 
flujos espaciales  
Proporciona altas velocidades a través de un mayor rango 
de capacidad y fiabilidad que los puntos de acceso de la 
competencia.  




Fuente: Cisco Aironet 1700 Series Access Point Data Sheet. 
Realizado por: Edgar Ulloa.. 2020 
 
Por otra parte, en lo que tiene que ver a las especificaciones para los estándares 802.11N y 
802.11AC se puede ver la Tabla 8-3 donde muestra las especificaciones de estos estándares y su 
funcionamiento dentro del Access Point 1702I. 
 




Punto de acceso Cisco Aironet 1700i: entornos interiores, con antenas internas. 
●  AIR-CAP1702I- x -K9: banda dual, basada en controlador 802.11a/g/n/ac. 
●  AIR-CAP1702I- x K910: Eco-pack (doble banda 802.11a/g/n/ac) 10 puntos 





Cisco 2500 controladores inalámbricos Series,  
Módulo de mando inalámbrico Cisco para ISR G2,  
Cisco Wireless Módulo de servicios 2 (WiSM2) para Cisco Catalyst ® 6500 
Series Switches,  
Cisco 5500 controladores inalámbricos Series,  
Cisco Flex ® 7500 controladores inalámbricos Series,  
Cisco 8500 controladores inalámbricos Series,  
Controlador inalámbrico virtual de Cisco;  
Controlador de LAN inalámbrica Cisco 5760,  
Cisco Aire limpio 
Espectro de Inteligencia  
Los canales detectan la interferencia de RF y proporciona 
capacidades 
básicas de análisis de espectro mientras que la 
simplificación de 
las operaciones en curso son a través de 20-, 40-, y 80-
MHz de ancho. 
Punto de acceso móvil optimizado  
Dirige dispositivos cliente para asociar con el punto de 
acceso en su rango de cobertura, ofrece la tasa de datos 
más rápida disponible.  
Igualación MIMO   
Aumenta el rendimiento de enlace ascendente y la 
fiabilidad, 
reduciendo el impacto de desvanecimiento de la señal  
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Switches Cisco Catalyst serie 3850,  
Switches Cisco Catalyst serie 3650 
Capacidades 
802.11n  
versión 2.0 y 
relacionadas 
●  3x3 MIMO con dos flujos espaciales. 
●  Combinación de relación máxima (MRC). 
●  Forma de haz 802.11ny 802.11a / g. 
●  canales de 20 y 40 MHz. 
●  Tasas de datos PHY de hasta 300 Mbps (40 MHz con 5 GHz). 
●  Incorporación de paquetes: A-MPDU (Tx / Rx), A-MSDU (Tx / Rx). 
●  Selección de frecuencia dinámica 802.11 (DFS). 




●  3x3 MIMO con dos flujos espaciales. 
●  MRC. 
●  Forma de haz explícito estándar 802.11ac. 
●  Canales de 20, 40 y 80 MHz. 
●  Velocidades de datos PHY de hasta 867 Mbps (80 MHz en 5 GHz). 
●  Incorporación de paquetes: A-MPDU (Tx / Rx), A-MSDU (Tx / Rx). 
●  802.11 DFS. 
●  soporte CSD. 
Fuente: Cisco Aironet 1700 Series Access Point Data Sheet. 
Realizado por: Edgar Ulloa.. 2020 
 
3.12.1. Simulación en Cisco 8500 Series Wireless Controller.  
 
Para la toma de datos se utilizó la herramienta Cisco 8500 Series Wireless Controller que es un 
equipo de hardware y software que permite administrar datos de los Access Point conectados a 
su red inalámbrica. La información que se obtiene mediante esta herramienta son de suma 
importancia para validar el rendimiento de la red y poder realizar las respectivas correcciones. 
Mediante la herramienta se escoge los parámetros indicados para cada estándar 802.11N y 
802.11AC a fin de obtener los datos necesarios que permitan la evaluación del rendimiento de 
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Access Point mediante estos dos mecanismos de conexión. Los parámetros ingresados en la 
herramienta Cisco 8500 Series Wireless Controller son: 
 Estándar: Dependiendo de los datos que se quiere obtener se parametriza los estándares 
802.11N o 802.11AC.   
 Frecuencia: De acuerdo al estándar seleccionado anteriormente se escoge la frecuencia en la 
que se quiere obtener los datos, siendo estos la frecuencia 2.4GHz para el estándar 802.11N 
y 5GHz para el estándar 802.11AC.  
 Tipo de Antena: Depende de los Access Point a los cuales se les evalúa el rendimiento. 
 Potencia del equipo: Cada estándar posee diferente potencia, por lo tanto, depende de este, 
de la distancia y de las interferencias.       
 Posicionamiento Físico: Una correcta ubicación física dependerá del análisis estructural del 
área o espacio donde se instale el Access Point.   
 
3.12.1.1. Estándar IEEE 802.11N en Cisco 8500 Series Wireless Controller. 
 
Mediante las herramientas Cisco se consigue perfilar el mapa de la infraestructura de la red 
inalámbrica, donde consta los parámetros ingresados en la controladora Cisco 8500 Series como 
estándar aplicado (IEEE 802.11N), banda de frecuencia (2.4GHz), número de clientes por Access 
Point, intensidad de señal, entre otros, tal cual se muestra en la Figura 9-3. 
 
Figura 9-3: Estructura física del ambiente de prueba 802.11N. 




Una vez ubicado el área a ser evaluada se selecciona los parámetros necesarios que permitan 
obtener datos acerca del rendimiento de los Access Point mediante el mecanismo de conexión 
IEEE 802.11N. Con esto se espera tener información del número de canales utilizados, tasa de 
velocidad configurada, tráfico, throughput, poder de trasmisión (intensidad de señal), ruido 
(calidad de conexión), utilización del canal e interferencia. A manera general la herramienta Cisco 
8500 Series Wireless Controller presenta datos del estándar 802.11N en la banda de frecuencia 
2.4GHz con los que se puede evaluar el rendimiento de este mecanismo de conexión, así como se 
muestra en la Figura 10-3. 
 
 
Figura 10-3: Datos obtenidos en 802.11N en 2.4GHz. 
Fuente: Herramienta Cisco 8500 Series Wireless Controller. 
 
En la Figura 11-3 por medio de la Herramienta Cisco 8500 Series Wireless Controller y de una 
manera más detallada presenta un listado de los clientes conectados a la red inalámbrica en el cual 
se puede ver varios datos de importancia como: 
 Nombre de usuario. 
64 
 
 Tiempo de actividad. 
 Ancho de banda utilizado. 
 Sistema operativo utilizado 
 Estándar utilizado. 
 Calidad de la señal. 
  
Figura 11-3: Datos obtenidos en 802.11N en 2.4GHz. 




Una vez que se obtiene los datos se procede al análisis de estos, y antes de sacar un resultado 
probable se toma en cuenta lo que se mencionó en el apartado “10.3 Análisis de mecanismos de 
conectividad” donde indica que uno de los estándares más utilizados en la Universidad Central 
del Ecuador es el IEEE 802.11N en banda de frecuencia 2.4GHz con 8607 clientes conectados 
según la Herramienta Prime Infrastructure, lo que quiere decir que este estándar posee alrededor 
del 80% de clientes conectados, es decir, los dispositivos finales tiene gran ventaja de clientes con 
respecto al estándar IEEE 802.11AC.  
Sabiendo estos antecedentes se puede decir que los clientes poseen dispositivos (Pc, laptop, 
teléfonos móviles, tabletas) los cuales no cuentan en su tarjetería de red inalámbrica la 
compatibilidad necesaria para realizar la conexión a varios estándares o protocolo inalámbricos 
por lo que se deduce o aclara el motivo de que estos dispositivos opten en su mayoría por 
conectarse al estándar IEEE 802.11N en banda de frecuencia de 2.4GHz. Lo cual provoca que en 
este estándar tenga mayor utilización del canal (32%) y por ende mayor porcentaje de 
interferencias (32%), mayor uso del tráfico, un throughput de 45.9KB, posee una velocidad de 
trasmisión y una intensidad de señal aceptable de acuerdo a la posición física del Access Point.  
 
3.12.1.2. Estándar IEEE 802.11AC en Cisco 8500 Series Wireless Controller. 
 
Al igual que en el estándar IEEE 802.11N mediante las herramientas Cisco se genera y se toma 
el mismo mapa de la infraestructura de la red inalámbrica con el fin de poder comparar los datos 
de los dos estándares, de la misma forma este consta de los parámetros ingresados en la 
controladora Cisco 8500 Series como estándar aplicado (IEEE 802.11AC), banda de frecuencia 
(5GHz), número de clientes por Access Point, intensidad de señal, entre otros, tal cual se muestra 





Figura 12-3: Estructura física del ambiente de prueba 802.11AC. 
Fuente: Herramienta Cisco Prime Infrastructure. 
 
De la misma forma se ubica el área a ser evaluada y se selecciona los parámetros necesarios que 
permitan obtener datos acerca del rendimiento de los Access Point mediante el mecanismo de 
conexión IEEE 802.11AC. Con esto se espera tener la misma información del estándar anterior 
para realizar la comparación, estos datos son: número de clientes conectados, canales utilizados, 
tasa de velocidad configurada, tráfico, throughput, poder de trasmisión, ruido, utilización del 
canal e interferencia. 
A manera general la herramienta Cisco 8500 Series Wireless Controller presenta datos del 
estándar 802.11AC en la banda de frecuencia 5GHz con los que se puede evaluar el rendimiento 





Figura 13-3: Datos obtenidos en 802.11AC en 5GHz. 
Fuente: Herramienta Cisco 8500 Series Wireless Controller. 
 
Con los datos citados acerca del estándar que tiene mayor número de clientes y basándose en los 
resultados comparativos de los dos estándares se obtiene que los datos arrojados por el estándar 
802.11AC son utilización del canal menor al estándar 802.11N (11%), menor porcentaje de 
interferencias con respecto al estándar 802.11N (11%), menor uso del tráfico en relación al 
estándar 802.11N, un throughput menor de 24.3.6KB, además posee una velocidad de trasmisión 
y una intensidad de señal aceptable de acuerdo a la posición física del Access Point.  
 
3.12.1.3. Tabla comparativa del Estándar IEEE 802.11N y 802.11AC en Cisco 8500 Series 
Wireless Controller. 
 
En la Tabla 9-3 se presenta los resultados comparativos de los dos estándares donde indica los 
valores cuantificados por la herramienta Cisco 8500 Series Wireless Controller. Se compara las 
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tecnologías IEEE 802.11N y 802.11AC, donde indica que el estándar 802.11N posee una mejor 
calidad de señal, velocidad de trasmisión más alta, throughput que tiene una mejor tasa de 
transferencia efectiva, así como también por la parte negativa mayor número de interferencias y 
una menor potencia de transmisión. Lo que lleva a pensar que este estándar tiene mejor 
rendimiento, siempre y cuando se dé a notar que dicho estándar también tiene mayor número de 
clientes lo que posiblemente causaría esta distinción, por otro lado, el mayor número de clientes 
no depende del estándar o modelo de Access Point sino más bien de la tarjetería de los dispositivos 
que se conectan a la red inalámbrica. Además, los datos obtenidos en la Tabla 9-3 muestran en 
color rojo los valores negativos y en amarillo los positivos, para emitir un porcentaje diferenciado 
entre los dos estándares, siendo el de mayores expectativas el estándar 802.11N con el 50% de 
valores positivos frente al 40% del estándar 802.11AC. 
 







Canales 1 60, 64, 52, 56 
Ruido 97 92 - 97 - 98 - 97 
Throughput 45.9KB 24.3KB 
Interferencias 33% 11% 
Trafico de red 108.1GB 34.2GB 
Ancho de Canal (No considerado 
por ser valor fijo) 20MHz 80MHz 
Calidad de la Señal 39dB 26dB 
Utilización del Canal 33% 11% 
Capacidad del Canal 144Mbps 867Mbps 
Potencia de trasmisión  16dBm 17dBm 
Velocidad de trasmisión 17Mbps 13Mbps 
   
TOTAL 50% 40% 






3.12.2. Simulación en Cisco Prime Infrastructure.  
 
Cisco Prime Infrastructure es una herramienta de administración de red que proporciona una 
solución única para el aprovisionamiento, el monitoreo, la optimización y la resolución de 
problemas de dispositivos con cable e inalámbricos. Las interfaces gráficas robustas hacen que 
las implementaciones y operaciones de dispositivos sean simples y rentables.  
Posteriormente de realizar las simulaciones con la herramienta Cisco 8500 Series Wireless 
Controller se va a comparar ciertos datos en el Software señalado, es decir, Cisco Prime 
Infrastructure el cual es usado en las redes inalámbricas para obtención de datos optimización y 
monitoreo. Los datos utilizados son similares a los que se emplearon en la simulación con la 
herramienta Cisco 8500 Series Wireless Controller, siendo estos: 
 Estándares IEEE 802.11N y estándar IEEE 802.11AC. 
 Banda de frecuencia de 2.4GHz para el estándar IEEE 802.11N y banda de frecuencia de 
5GHz para el estándar 802.11AC.  
 Tipo de Antena: Depende de los Access Point a los cuales se les evalúa el rendimiento. 
 Potencia del equipo: Cada estándar posee diferente potencia, por lo tanto, depende de este, de 
la distancia y de las interferencias.       
 Posicionamiento Físico: Una correcta ubicación física dependerá del análisis estructural del 
área o espacio donde se instale el Access Point.   
 
3.12.2.1. Estándar IEEE 802.11N en Cisco Prime Infrastructure. 
 
Igual que la simulación anterior en la controladora, se plasma el mapa de la infraestructura de red 
inalámbrica con la herramienta Cisco Prime Infrastructure en esta se denotan varios elementos 
que intervienen en la toma de datos como extensión del área cubierta por los APs, número de 
Access Point, áreas físicas (paredes, puertas, ventanas), cables UTP, clientes conectados, banda 
de frecuencia en 2.4GHz, entre otros. 
Esto con el fin de tener claro el ambiente en que se desarrollan los estándares en mención y ver 
cuál de ellos tiene un mejor rendimiento respecto al otro. A continuación, se presenta la Figura 
14.3. donde se observa el mapa de simulación de la red inalámbrica en el estándar IEEE 802.11N 





Figura 14-3: Esquema de Red inalámbrica IEEE 802.11N en 2.4GHz. 
Fuente: Herramienta Cisco Prime Infrastructure. 
 
Seguidamente de la obtención del mapa de la infraestructura de red inalámbrica, mediante la 
Herramienta Cisco Prime Infrastructure se ingresan los parámetros necesarios para la obtención 
de datos. En la figura 15.3 a manera general se tiene el nombre del Access Point, Mac Address 
del dispositivo, IP del dispositivo, estándar Utilizado (IEEE 802.11N), canal utilizado (1), ancho 
de canal (20MHz), ubicación del mapa, utilización de Tx y Rx, clientes conectados, interferencias, 
intensidad de señal, calidad del aire, utilización del canal (44%), entre otros.  
Cabe notar que gracias a esta herramienta también se puede visualizar el nombre de las 
interferencias y la medida de afectación con respecto a la señal emitida por el Access Point. 
Además, se muestran gráficos donde se valoran los datos principales que actúan en la comparativa 





Figura 15-3: Datos obtenidos en IEEE 802.11N en 2.4GHz. 
Fuente: Herramienta Cisco Prime Infrastructure. 
 
En el Gráfico 1-3 se observa el ancho de banda por tráfico de clientes, filtrado por el estándar 
IEEE 802.11N en la banda de frecuencia 2.4Ghz y que de acuerdo a la herramienta Cisco Prime 
Infrastructure oscila para sus valores máximos entre 290Mbps para bajada y 80Mbps para subida, 
es decir, debido a estos valores se llega a pensar que su utilización o demanda tiene una gran 
aceptación en los clientes. No obstante, nuevamente se hace énfasis en indicar que la mayor parte 
de clientes se conectan a este estándar debido a que sus dispositivos no cuentan con la capacidad 
necesaria para conectarse a varios estándares o al estándar más actual. 
 
 
Gráfico 1-3: Tráfico de clientes en IEEE 802.11N 2.4GHz. 




En lo que tiene que ver con la intensidad de señal en el Gráfico 2-3 se observa el porcentaje de 
clientes versus la potencia de señal, filtrado por el estándar IEEE 802.11N en la banda de 
frecuencia 2.4Ghz y de acuerdo a la herramienta Cisco Prime Infrastructure los valores oscilan 
entre -76dBm y -52dBm, debido a estos valores se llega a la conclusión que este estándar posee 
una calidad de señal en los rangos aceptables y traducida a como calidad de señal Muy buena 
según la Tabla 1-2. Equivalencias de intensidad de señal aceptables.  
Así mismo se indica que la mayor parte de clientes se conectan a este estándar debido a que sus 
dispositivos no cuentan con la capacidad necesaria para conectarse a varios estándares o al 
estándar más actual. 
 
Gráfico 2-3: Porcentaje de clientes vs intensidad de señal en IEEE 802.11N en 2.4GHz. 
Fuente: Herramienta Cisco Prime Infrastructure. 
 
Al igual en lo que tiene que ver con la intensidad de señal en la Figura 16-3 se observa la potencia 
de señal emitida por el estándar IEEE 802.11N en la banda de frecuencia 2.4Ghz, así se tiene que 
la herramienta Cisco Prime Infrastructure presenta los datos a manera de mapa de calor, siendo 
los valores más altos representados por el color rojo oscuro (-35dBm) y los valores más bajos 
representados por el color verde oscuro (-90dBm), debido a estos valores se obtiene la conclusión 
que este estándar posee una calidad de señal aceptables ya que cubre la mayor parte del área física 





Figura 16-3: Potencia de señal en IEEE 802.11N en 2.4GHz. 
Fuente: Herramienta Cisco Prime Infrastructure. 
 
3.12.2.2. Estándar IEEE 802.11AC en Cisco Prime Infrastructure. 
 
Al igual que en el estándar anterior, primeramente, se obtiene el mapa en que se va a trabajar 
posteriormente se ingresa los parámetros relevantes para la obtención de datos como extensión 
del área cubierta por los APs, número de Access Point, áreas físicas (paredes, puertas, ventanas), 
cables UTP, clientes conectados, banda de frecuencia en 2.4GHz, entre otros. 
A continuación, en la Figura 17-3 se presenta el mapa de la red inalámbrica en el estándar IEEE 





Figura 17-3: Esquema de Red inalámbrica IEEE 802.11AC en 5GHz. 
Fuente: Herramienta Cisco Prime Infrastructure. 
 
En la Figura 18-3 se presenta de forma general datos del estándar IEEE 802.11AC en banda de 
frecuencia de 5GHz. Estos datos son evaluados según la herramienta Cisco Prime Infrastructure 
y arroja la siguiente información: nombre del Access Point, Mac Address del dispositivo, IP del 
dispositivo, estándar Utilizado (IEEE 802.11AC), canal utilizado (64), ancho de canal (80MHz), 
ubicación del mapa, utilización de Tx y Rx, clientes conectados, interferencias, intensidad de 
señal, calidad del aire, utilización del canal (3%), entre otros.  
Cabe notar que gracias a esta herramienta también se puede visualizar el nombre de las 
interferencias y la medida de afectación con respecto a la señal emitida por el Access Point, en 




Figura 18-3: Datos obtenidos en IEEE 802.11AC en 5GHz. 
Fuente: Herramienta Cisco Prime Infrastructure. 
 
Los valores obtenidos en la herramienta Cisco Prime Infrastructure muestran datos de importancia 
para poder evaluar y sacar conclusiones que permitan identificar el mejor mecanismo de conexión 
para redes con alta concurrencia de usuarios.  
En el siguiente Gráfico 3-3 se muestra el ancho de banda que se maneja por el Tráfico de Clientes 
donde la velocidad máxima de descarga y subida de datos esta entre 100Mbps y 10Mbps 
respectivamente.  
Analizando los datos de ambos estándares se llega a la conclusión que se alcanza mayores 
velocidades en el Estándar IEEE 802.11N y como ya antes se mencionó estos datos toman 
relevancia debido a que la mayoría de dispositivos optan por conectarse al estándar 802.11N, 
aclarando que toman esta opción por las capacidades individuales de cada dispositivo ya que no 
todos cuentan en su tarjeta de red inalámbrica la capacidad de conectarse a varios estándares o al 





Gráfico 3-3: Tráfico de clientes en IEEE 802.11AC 5GHz. 
Fuente: Herramienta Cisco Prime Infrastructure. 
 
En el siguiente gráfico obtenido en la herramienta Cisco Prime Infrastructure muestra datos de 
importancia para poder evaluar y sacar conclusiones que permitan identificar el mejor mecanismo 
de conexión para redes con alta concurrencia de usuarios. En el Gráfico 4-3 se muestra el 
porcentaje de clientes versus la potencia de señal (dBm) donde se indica dicha potencia en un 
rango moderado el cual está entre -92dBm y -60dBm lo que significa que tiene una señal buena 
(cercana a una señal no tan buena) según la Tabla 1-2 Equivalencias de intensidad de señal 
aceptables. Lo que quiere decir que en este caso comparando los dos estándares el que obtiene 





Gráfico 4-3: Porcentaje de clientes vs intensidad de señal en IEEE 802.11AC en 5GHz. 
Fuente: Herramienta Cisco Prime Infrastructure. 
 
La Figura 19-3 al igual que en el estándar antepuesto muestra a manera de mapa de calor la 
potencia de señal en la que se desarrolla el estándar IEEE 802.11AC en la banda de frecuencia 
5Ghz. Los valores más altos representados por el color rojo oscuro (-35dBm) y los valores más 
bajos representados por el color verde oscuro (-90dBm), en conclusión, a estos valores se obtiene 
que este estándar posee una potencia de señal aceptable ya que cubre gran parte del área física 
expuesta a la cobertura de la red inalámbrica. Pero en comparación con el estándar IEEE 802.11N 
se observa que tiene menor calidad de señal, por lo tanto, el que presenta mejor rendimiento es el 
Estándar 802.11N con respecto al Estándar 802.11AC. 
 
Figura 19-3: Potencia de señal en IEEE 802.11N en 2.4GHz. 
Fuente: Herramienta Cisco Prime Infrastructure. 
 
3.12.2.3. Tabla comparativa del Estándar IEEE 802.11N y 802.11AC en Cisco Prime 
Infrastructure. 
 
Una vez que se obtuvo los datos del Estándar IEEE 802.11N y el Estándar IEEE 802.11AC 
mediante la herramienta Cisco Prime Infrastructure, se inicia la comparación de los datos 
equivalentes en esta simulación para lo cual primeramente se presenta la Figura 20-3 donde 
presenta la intensidad de señal en forma de mapa de calor, interviniendo los dos estándares 
802.11N y 802.11AC en bandas de frecuencia 2.4GHz y 5Ghz respectivamente.  
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Claramente se observa en este mapa que la potencia de señal en los dos estándares es similar, pero 
guiándose en los resultados individuales anteriores se notó que el estándar 802.11N tiene un 
rendimiento mejorado con respecto al 802.11AC en lo que tiene que ver a la intensidad de señal. 
 
 
Figura 20-3: Comparación de potencia de señal IEEE 802.11N y AC. 
Fuente: Herramienta Cisco Prime Infrastructure. 
 
A continuación, en la Tabla 10-3 se presenta los datos obtenidos de la Herramienta Cisco Prime 
Infrastructure. Las comparaciones de los dos estándares indican los valores cuantificados por los 
mecanismos de conexión IEEE 802.11N y 802.11AC, los mismos que al ser comparados recaen 
sobre el estándar 802.11N ya que posee una mejor calidad de señal, el tráfico de red muestra los 
datos que pasan por la red por lo tanto la velocidad de trasmisión es más alta según los datos 
obtenidos, así como también por la parte negativa este tiene mayor número de interferencias.  
 
Tabla 10-3: Comparativa de los Estándares 802.11N y AC con Cisco Prime Infrastructure. 
INDICADOR IEEE 802.11N IEEE 802.11AC 
Frecuencia 2.4GHz 5GHz 
Canales 1* 64*, 60, 52, 56 
Interferencias por canal 1, 6, 11 44, 64, 149 
Tráfico de red 290Mbps 100Mbps 
Ancho de Canal (No 
considerado por valor fijo) 20MHz 80MHz 
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Intensidad de la Señal -76dBm a -52dBm -92dBm a -60dBm 
Utilización del Canal 44% 03% 
Capacidad del Canal 144Mbps 867Mbps 
Velocidad de trasmisión Mayor según tráfico de red Menor según tráfico de red 
   
TOTAL 57,14% 28,57% 
Realizado por: Edgar Ulloa.. 2020 
 
Además, de los 7 indicadores evaluados en esta simulación de Cisco Prime Infrastructure se 
obtiene en color rojo los valores negativos y en amarillo los valores positivos dando como 
resultado 57,14% a favor del estándar 802.11N y 28,57% a favor del estándar 802.11AC. 
En conclusión, las redes con alta concurrencia de usuarios tienden a conectarse al estándar 
802.11N, es decir, tienen mayor número de clientes lo que posiblemente causaría que los datos se 
inclinen por este estándar, por otro lado, hay q recalcar que tener mayor número de conexiones 
no depende del estándar o modelo de Access Point sino más bien de la disponibilidad de la 
tarjetería de los dispositivos que se conectan a la red inalámbrica. 
La mayoría de conexiones a los AP provienen de teléfonos móviles tal cual se muestra en la Figura 
21-3 que señala que las conexiones se realizan mediante el sistema operativo Android los mismos 
que son parte fundamental en los teléfonos móviles. 
 
       Figura 21-3: Top de sistemas operativos activos en la red inalámbrica. 
          Fuente: Herramienta Cisco 8500 Series Wireless Controller. 
 
Así también se muestran en las Figuras 22-3 y 23-3 con respecto a los teléfonos móviles las 
especificaciones técnicas de conectividad, indicando que los móviles de gama alta poseen los 
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estándares 802.11 a/b/g/n/ac 2.4GHz+5GHz y los dispositivos de gama media/baja poseen los 
estándares 802.11 b/g/n 2.4GHz, y tratándose de una institución pública es entendible pensar que 
no todos los usuarios pueden tener un móvil de alta gama por su alto valor económico, lo cual 
justifica que las conexiones en redes con alta concurrencia de usuarios estén más orientas hacia 
el estándar 802.11N. 
 
 


















4. RESULTADOS Y DISCUSIÓN. 
 
En el capítulo tres como primer punto se realizó el análisis de los mecanismos de conexión que 
están en auge en la actualidad y que a su vez tiene mayor impacto dentro de la Universidad Central 
del Ecuador. Estos mecanismos deben abarcar ciertos parámetros (Latencia, intensidad de señal, 
calidad de conexión, entre otros) medibles que permitan evaluar el rendimiento de los dispositivos 
Access Point en redes con alta concurrencia de usuarios, siendo los que recogen todas estas 
características los estándares IEEE 802.11N y AC. 
En segundo punto se analizó y comparó dichos estándares para conocer ventajas y desventajas de 
su utilización, además se realizaron simulaciones en escenarios de pruebas y finalmente se 
realizaron pruebas en la red física inalámbrica para obtener resultados comparables de las dos 
tecnologías.  
El presente capítulo se fundamenta en comparar los dos mecanismos de conectividad (estándares 
o protocolos) 802.11N y 802.11AC para ver los efectos que causa cada estándar dentro de la red 
inalámbrica de la Universidad Central del Ecuador, es decir evaluar el rendimiento versus los 
usuarios concurrentes que posee cada mecanismo de conexión. Los indicadores de mayor 
importancia que se evalúan dentro de cada estándar son: Intensidad de señal, la Calidad de 
conexión y el Throughput, de cada uno de estos indicadores se necesita saber y tener claro el 
número de datos a ser evaluados, por esto en el capítulo anterior se ejecutó los cálculos para la 
población de estudio y la muestra, mediante estos dos parámetros se obtendrán los datos finales. 
 
4.1. Selección de la prueba estadística. 
 
Para la evaluación del rendimiento de dispositivos Access Point mediante mecanismos de 
conectividad en redes con alta concurrencia de usuarios se ha seleccionado los indicadores debido 
a la importancia y a la influencia directa que tienen en el rendimiento, siendo estos: la intensidad 
de señal, la calidad de conexión y el throughput, es decir indicadores que emitan datos numéricos 
medibles de los usuarios de la Universidad Central del Ecuador, mediante estos datos se realizará 
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comparación de los dos mecanismos de conectividad y finalmente se determinará el rendimiento 
de la red. Para esto se realizan cálculos estadísticos para cada indicador. 
La selección del proceso estadístico identifica la manera correcta de procesar los datos, tal cual 
se muestra en la Tabla 1-4. Ahora bien, analizando dicha Tabla 1-4 y los datos que intervienen en 
esta investigación se tiene lo siguiente: 
 Comparar dos grupos diferentes, es decir los dos mecanismos de conectividad en un mismo 
tiempo, siendo el estándar IEEE 802.11N el primer grupo y el estándar 802.11AC el segundo 
grupo, en estos dos estándares o grupos se seleccionan datos de los indicadores bajo los 
mismas consideraciones y parámetros (Intensidad de Señal, Calidad de Conexión y 
Throughput). 
 De la misma forma se necesita cotejar grupos o muestras independientes (cuando los 
individuos de una muestra son distintos a los individuos de otra muestra) a través de la 
comparación de las medias de dos grupos de casos. 
Entonces al evaluar la variable fija resulta que este caso es de Estudio Transversal ya que evalúa 
a dos grupos, el grupo 802.11N y al grupo 802.11AC en un mismo momento. Y la variable 
aleatoria seria la Numérica que en este caso serían los datos de cada indicador (Intensidad de 
Señal, Calidad de Conexión y Throughput). Por lo tanto, se selecciona la prueba T de Student 
para muestras independientes.  
 
Tabla 1-4: Selección de la prueba estadística. 
  
PRUEBAS NO PARAMÉTRICAS 
PRUEBAS 
PARAMÉTRICAS 
                Variable               
Aleatoria 
 












X2 Bondad de Ajuste 
Binomial 




T de Student 
(una muestra) 
Dos grupos 
X2 Bondad de Ajuste 
Corrección de Yates 










X2 Bondad de Ajuste 












Mc Nemar Q de Cochran Wilcoxon 













Realizado por: Edgar Ulloa.. 2020 
 
También se toma en consideración que el tamaño de la muestra para la prueba T de Student es 
determinada en la prueba de normalidad utilizando Kolmogorov-Smirnov cuando las muestras 
son grandes (mayor a 30 datos) y Shapiro-Wilk cuando las muestras son pequeñas (menor a 30 
datos) tal cual se evidencia en el siguiente enunciado: “La T de Student, inicialmente se diseñó 
para examinar las diferencias entre dos muestras independientes y pequeñas que tengan 
distribución normal y homogeneidad en sus varianzas (en el artículo original, el autor no define 
qué es una muestra grande y/o pequeña). William Sealy Gosset hace hincapié en la normalidad 
de las dos muestras como crucial en el desarrollo de la prueba” (Sánchez Turcios, 2015). 
 
4.1.1. Selección del valor alfa (α).  
 
De acuerdo a los cálculos en la prueba T de Student se necesita conocer el nivel o valor de alfa 
(nivel de significancia), el mismo que sería el porcentaje de error que se utilizará en las pruebas, 
por lo tanto, este valor será del 5% ya que debe ser igual al valor que se utilizó en el cálculo de la 
muestra. 
Alfa = α = 5% = 0,05 
 
4.1.2. Selección del Software estadístico.  
 
Para la obtención de resultados esta investigación se inclinó por seleccionar al Software SPSS 
(Statistical Package for the Social Sciences) que es un programa estadístico informático y que en 
la actualidad pertenece a IBM, este software se utiliza para realizar la recolección y análisis de 
datos dando como resultado tablas, gráficas y datos procesados. El SPSS se destaca por la 






4.2. Prueba T de Student para muestras independientes. 
 
Como antecedente para obtener resultados de la prueba T de Student se debe redactar la hipótesis 
alterna y la hipótesis nula, posteriormente la prueba T de Student para muestras independientes 
se ejecuta en el software de IBM SPSS donde se ingresa los datos y se obtiene P-valor, pero para 
ello se debe pasar por los siguientes filtros: normalidad y la igualdad de varianza.  
 
4.2.1. Prueba T de Student del indicador Intensidad de Señal.  
 
Los parámetros de normalidad y la prueba de igualdad de varianzas son filtros que se deben pasar 
con el fin de obtener el cálculo del P-valor de la prueba T de Student para muestras independientes 
en la evaluación del indicador Intensidad de señal. 
Lo primero que se hará es redactar la hipótesis estadística, es decir la hipótesis alterna y la 
hipótesis nula de la siguiente manera: 
H1 = Existe una diferencia significativa entre la media de Intensidad de señal con el estándar 
802.11N y la media de Intensidad de señal con el estándar 802.11AC.  
H0 = No existe una diferencia significativa entre la media de Intensidad de señal con el estándar 
802.11N y la media de Intensidad de señal con el estándar 802.11AC. 
 
 
4.2.1.1. Normalidad en el indicador Intensidad de señal. 
 
En la prueba de normalidad se debe corroborar que la variable aleatoria en ambos casos 802.11N 
y 802.11AC se distribuye normalmente, para esto se usa la prueba de Kolmogorov-Smirnov ya 
que el tamaño de la muestra es mayor a 30 datos. El criterio para determinar si la variable aleatoria 
se distribuye normalmente es: 
P-valor => α Aceptar H0 = Los datos provienen de una distribución normal. 
P-valor < α Aceptar H1 = Los datos No provienen de una distribución normal. 
Mediante el software estadístico de IBM SPSS se realizan los respectivos cálculos para la 
normalidad, una vez que se ingresó los datos, arroja los siguientes resultados como se puede ver 




Tabla 2-4: Normalidad del indicador Intensidad de señal. 
Pruebas de normalidad 
Estándares 
Kolmogorov-Smirnov Shapiro-Wilk 
Estadístico gl Sig. Estadístico gl Sig. 
Intensidad 
De Señal 
802.11n 0,052 373 ,200* 0,990 373 0, 705 
802.11ac 0,060 373 ,200* 0,995 373 0, 971 
Realizado por: Edgar Ulloa.. 2020 
 
En este indicador se observa el nivel de significancia evaluada por Kolmogorov-Smirnov para 
normalidad, ya que los datos ingresados son mayores a 30, estos datos son tomados de la Tabla 
2-4 con el fin de ser comparados con el valor de alfa como se muestra a continuación: 
P-valor de 802.11N = 0.200  >  α = 0.05 
P-valor de 802.11AC = 0.200  >  α = 0.05 
Entonces se observa que P-valor es mayor que el valor alfa en los dos casos, por lo tanto, se 
Acepta la H0, lo que quiere decir que estos datos provienen de una distribución normal al 
demostrar que la Intensidad de señal en los dos mecanismos de conexión se comporta 
normalmente y puede dar paso al siguiente filtro para la prueba T de Student. 
 
4.2.1.2. Igualdad de varianzas en el indicador Intensidad de señal. 
 
Al igual que en la normalidad la igualdad de varianzas es otro filtro que se debe pasar con el fin 
de obtener el cálculo del P-valor y así pasar a la prueba T de Student para muestras independientes 
en la evaluación de la variable Intensidad de señal. Entonces si las varianzas son iguales se cumple 
con este filtro y se procede al análisis de la hipótesis. Para la igualdad de varianzas se usa las 
siguientes consideraciones: 
P-valor => α Aceptar H0 = Las varianzas son iguales. 





Tabla 3-4: Igual de varianzas del indicador Intensidad de señal. 
Prueba T de Student de muestras independientes 
  




Se asumen varianzas 
iguales 
1,283 0,259 
No se asumen varianzas 
iguales 
    
Realizado por: Edgar Ulloa.. 2020 
 
La igualdad de varianzas se valida mediante la prueba de Levene, en esta prueba se obtuvo los 
siguientes datos tal como muestra la Tabla 3-4. 
P-valor = 0.259  >  α = 0.05 
Entonces se observa que P-valor es mayor que alfa por lo que se acepta H0 y por lo tanto se asume 
que las varianzas son iguales. De esta forma se corrobora que se cumple los dos supuestos tanto 
el de normalidad como el de igualdad varianza para poder seguir con el P-valor de la prueba T de 
Student para muestras independientes. 
 
4.2.1.3. Resultados prueba T de Student. 
 
Una vez que se corroboró la normalidad y la igualdad de varianzas, ya se puede obtener el P-valor 
para la prueba T de Student, mediante el siguiente criterio: 
Si la probabilidad obtenida en P-valor ≤ α, rechace H0 (Se Acepta H1) 
Si la probabilidad obtenida en P-valor > α, no rechace H0 (Se Acepta H0) 
Recordando el apartado 4.2.1. Prueba T de Student para la variable Intensidad de señal se obtiene 
lo siguiente:  
H1 = Existe una diferencia significativa entre la media de Intensidad de señal con el estándar 
802.11N y la media de Intensidad de señal con el estándar 802.11AC. 
H1: µa ≠ µb  
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H0 = No existe una diferencia significativa entre la media de Intensidad de señal con el estándar 
802.11N y la media de Intensidad de señal con el estándar 802.11AC. 
H0: µa = µb 
En el software de IBM SPSS se obtienen los resultados de la variable intensidad de señal, en la 
Tabla 4-4 se observa el valor se significancia bilateral, el mismo que se toma en base al parámetro 
“Se asumen varianzas iguales”. 
 
Tabla 4-4: T de Student para el indicador Intensidad de señal. 
Prueba de muestras independientes 









95% de intervalo de 
confianza de la diferencia 
Inferior Superior 
-3,141 188 0,002 -4,653 1,481 -7,575 -1,730 
-3,141 183,606 0,002 -4,653 1,481 -7,576 -1,730 
Realizado por: Edgar Ulloa.. 2020 
 
En razón a la Tabla 4-4 se toma el valor obtenido, siendo este de 0.002 y que de acuerdo al criterio 
antes mencionado se pude decir que: 
P-valor = 0.002  ≤ α = 0.05 
Entonces se observa que P-valor es menor que alfa, por lo tanto, se rechaza H0 y se da paso a H1: 
Existe una diferencia significativa entre la media de Intensidad de señal con el estándar 802.11N 
y la media de Intensidad de señal con el estándar 802.11AC.  
En la Tabla 5-4. se puede ver los resultados de las medias de intensidad de señal entre el estándar 
802.11N y el estándar 802.11AC. Los cuales toman los siguientes valores: En el estándar IEEE 
802.11N se tiene -60,88 dBm y en el estándar IEEE 802.11AC se tiene -65,54 dBm, sabiendo que 
la intensidad de señal se mide dBm y que mientras más cercano este al 0 (cero) indica que tiene 
mejor intensidad de señal, así se tiene que el estándar IEEE 802.11N tiene mejor rendimiento en 
comparación con el estándar IEEE 802.11AC en redes con alta concurrencia de usuarios con 




Tabla 5-4: Comparación de medias del indicador Intensidad de señal. 
Estadísticas de grupo 







802.11n 373 -60,88 9,387 0,963 
802.11ac 373 -65,54 10,972 1,126 
Realizado por: Edgar Ulloa.. 2020 
 
En el Gráfico 1-4. se observa los resultados de los dos estándares analizados, mostrando en su eje 
negativo los valores que se obtuvieron mediante la prueba T de Student en el indicador Intensidad 
de señal, cuyos valores son -60,88 dBm y -65,54 dBm para los estándares 802.11N y 802.11AC 
respectivamente, tomando como referencia que el valor es óptimo mientras más cercano este al 
cero, es decir el estándar 802.11N presenta mejor rendimiento sobre el estándar 802.11AC en 
redes con alta concurrencia de usuarios. 
 
Gráfico 1-4: Comparación de IEEE 802.11N y AC del indicador Intensidad de Señal. 
                 Realizado por: Edgar Ulloa.. 2020 
 
4.2.1.4. Decisión estadística. 
 
Una vez concluidas las pruebas de T de Student para muestras independientes de la variable 




















Intensidad de Señal - dBm
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la media de Intensidad de señal con el estándar 802.11N y la media de Intensidad de señal con el 
estándar 802.11AC.  
Es decir, el estándar IEEE 802.11N presenta -60,88 dBm y en el estándar IEEE 802.11AC 
presenta -65,54 dBm, sabiendo que la intensidad de señal se mide dBm y que mientras más 
cercano este al 0 (cero) indica que tiene mejor intensidad de señal, se establece que el estándar 
IEEE 802.11N tiene mejor rendimiento o tiene ventajas en comparación con el estándar IEEE 
802.11AC con respecto a la intensidad de señal en redes con alta concurrencia de usuarios. 
 
4.2.2. Prueba T de Student del indicador Calidad de Conexión.  
 
Como se mencionó anteriormente la prueba de normalidad y la prueba de igualdad de varianzas 
son filtros que se deben pasar con el fin de obtener el cálculo del P-valor de la prueba T de Student 
para muestras independientes en la evaluación de la variable Calidad de conexión. 
Lo primero que se hará es redactar la hipótesis estadística, es decir la hipótesis alterna y la 
hipótesis nula de la siguiente manera: 
H1 = Existe una diferencia significativa entre la media de Calidad de conexión en el estándar 
802.11N y la media de Calidad de conexión en el estándar 802.11AC.  
H0 = No existe una diferencia significativa entre la media de Calidad de conexión en el estándar 
802.11N y la media de Calidad de conexión en el estándar 802.11AC. 
 
4.2.2.1. Normalidad en el indicador Calidad de conexión. 
 
En la prueba de normalidad se debe ratificar que la variable aleatoria en ambos casos 802.11N y 
802.11AC se distribuye normalmente, para esto se usa la prueba de Kolmogorov-Smirnov ya que 
el tamaño de la muestra es mayor a 30 datos. El criterio para determinar si la variable aleatoria se 
distribuye normalmente es: 
P-valor => α Aceptar H0 = Los datos provienen de una distribución normal. 
P-valor < α Aceptar H1 = Los datos No provienen de una distribución normal. 
Mediante el software estadístico de IBM SPSS se realizan los respectivos cálculos para la 
normalidad, una vez que se ingresó los datos, arroja los siguientes resultados como se puede ver 




Tabla 6-4: Normalidad del indicador Calidad de conexión. 
Pruebas de normalidad 
Estándares 
Kolmogorov-Smirnov Shapiro-Wilk 




802.11n 0,076 373 ,200* 0,982 373 0,235 
802.11ac 0,072 373 ,200* 0,976 373 0,072 
Realizado por: Edgar Ulloa.. 2020 
En este indicador se observa el nivel de significancia evaluada por Kolmogorov-Smirnov para 
normalidad, ya que los datos ingresados son mayores a 30, estos datos son tomados de la Tabla 
6-4 con el fin de ser comparados con el valor de alfa como se muestra a continuación: 
P-valor de 802.11N = 0.200  >  α = 0.05 
P-valor de 802.11AC = 0.200  >  α = 0.05 
Entonces se observa que P-valor es mayor que el valor alfa tanto en el estándar 802.11N y en el 
estándar 802.11AC, por lo tanto, se Acepta la H0, lo que quiere decir que estos datos provienen 
de una distribución normal al demostrar que la Calidad de conexión en los dos mecanismos de 
conexión se comporta normalmente y puede dar paso al siguiente filtro para la prueba T de 
Student. 
 
4.2.2.2. Igualdad de varianzas en el indicador Calidad de conexión. 
 
Al igual que en la normalidad la igualdad de varianzas es otro filtro que se debe pasar con el fin 
de obtener el cálculo del P-valor y así pasar a la prueba T de Student para muestras independientes 
en la evaluación de la variable Calidad de conexión. Entonces si las varianzas son iguales se 
cumple con este filtro y se procede al análisis de la hipótesis. Para la igualdad de varianzas se usa 
las siguientes consideraciones: 
P-valor => α Aceptar H0 = Las varianzas son iguales. 




Tabla 7-4: Igual de varianzas del indicador Calidad de conexión. 
Prueba T de Student de muestras independientes 
  







No se asumen 
varianzas iguales 
    
Realizado por: Edgar Ulloa.. 2020 
La igualdad de varianzas se valida mediante la prueba de Levene, en esta prueba se obtuvo los 
siguientes datos tal como muestra la Tabla 7-4. 
P-valor = 0.658  > α = 0.05 
Entonces se observa que P-valor es mayor que el valor alfa, por lo que se acepta H0 y por lo tanto 
se asume que las varianzas son iguales. De esta forma se corrobora que se cumple los dos 
supuestos tanto el de normalidad como el de igualdad varianza para poder seguir con el cálculo 
del P-valor de la prueba T de Student para muestras independientes. 
 
4.2.2.3. Resultados prueba T de Student. 
 
Luego que se corrobora la normalidad y la igualdad de varianzas, ya se puede obtener el P-valor 
para la prueba T de Student, mediante el siguiente criterio: 
Si la probabilidad obtenida en P-valor ≤ α, rechace H0 (Se Acepta H1) 
Si la probabilidad obtenida en P-valor > α, no rechace H0 (Se Acepta H0) 
Recordando el apartado 4.2.2. Prueba T de Student para la variable Calidad de Conexión se 
obtiene lo siguiente:  
H1 = Existe una diferencia significativa entre la media de Calidad de conexión en el estándar 
802.11N y la media de Calidad de conexión en el estándar 802.11AC. 
H1: µa ≠ µb  
H0 = No existe una diferencia significativa entre la media de Calidad de conexión en el estándar 
802.11N y la media de Calidad de conexión en el estándar 802.11AC. 
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H0: µa = µb 
 
En el software de IBM SPSS se obtienen los resultados de la variable Calidad de Conexión de la 
prueba de T de Student, la Tabla 8-4 muestra el valor de significancia bilateral, el mismo que se 
toma o se selecciona en base al parámetro “Se asumen varianzas iguales”. 
 
Tabla 8-4: T de Student para el indicador Calidad de conexión. 
Prueba de muestras independientes 









95% de intervalo de confianza de 
la diferencia 
Inferior Superior 
-2,264 188 0,025 -2,947 1,302 -5,516 -0,379 
-2,264 184,545 0,025 -2,947 1,302 -5,516 -0,379 
Realizado por: Edgar Ulloa.. 2020 
En razón a la tabla 8-4 se toma el valor obtenido, siendo este de 0.025 y que de acuerdo al criterio 
antes mencionado se pude decir que: 
P-valor = 0.025  ≤ α = 0.05 
Entonces se observa que P-valor es menor que alfa, por lo tanto, se rechaza H0 y se da paso a H1: 
Existe una diferencia significativa entre la media de Calidad de conexión en el estándar 802.11N 
y la media de Calidad de conexión en el estándar 802.11AC.  
Seguidamente, en la Tabla 9-4. se puede ver los resultados de las medias de Calidad de conexión 
entre el estándar 802.11N y el estándar 802.11AC. Los cuales toman los siguientes valores: El 
estándar IEEE 802.11N presenta 29.19 dB y el estándar IEEE 802.11AC presenta 26.24 dB, 
sabiendo que la calidad de conexión depende del menor ruido propagado y que a su vez este se 
mide en dB, se establece que mientras el valor sea mayor a 6dB indica que tiene mejor Calidad 
de Conexión, así se tiene que el estándar IEEE 802.11N tiene mejor rendimiento en comparación 
con el estándar IEEE 802.11AC con respecto a la Calidad de Conexión en redes con alta 




Tabla 9-4: Comparación de medias del indicador Calidad de conexión. 









802.11n 373 29,19 9,568 0,982 
802.11ac 373 26,24 8,337 0,855 
Realizado por: Edgar Ulloa.. 2020 
En el Gráfico 2-4. se observa los resultados de los dos estándares analizados, mostrando en su eje 
positivo los valores que se obtuvieron mediante la prueba T de Student en el indicador Calidad 
de conexión cuyos valores son 29,19 dB y 26,24 dB para los estándares 802.11N y 802.11AC 
respectivamente, por lo tanto, el estándar 802.11N presenta mejor rendimiento sobre el estándar 
802.11AC en redes con alta concurrencia de usuarios. 
 
 
Gráfico 2-4: Comparación de IEEE 802.11N y AC del indicador Calidad de conexión. 
                 Realizado por: Edgar Ulloa.. 2020 
4.2.2.4. Decisión estadística. 
 
Una vez concluidas las pruebas de T de Student para muestras independientes de la variable 
Calidad de conexión se establece la siguiente conclusión: Existe una diferencia significativa entre 
la media de Calidad de conexión en el estándar 802.11N y la media de Calidad de conexión en el 
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Es decir, el estándar IEEE 802.11N presenta 29,19 dB y en el estándar IEEE 802.11AC presenta 
26,24 dB, sabiendo que la calidad de conexión depende del menor ruido propagado y que a su 
vez este se mide en dB, se establece que mientras el valor sea mayor a 6dB indica que tiene mejor 
Calidad de Conexión, así se tiene que el estándar IEEE 802.11N tiene mejor rendimiento en 
comparación con el estándar IEEE 802.11AC con respecto a la Calidad de Conexión en redes con 
alta concurrencia de usuarios. 
 
4.2.3. Prueba T de Student del indicador Throughput (Rendimiento).  
 
Al igual que los dos casos anteriores, la prueba de normalidad y la prueba de igualdad de varianzas 
son filtros que se deben pasar con el fin de obtener el cálculo del P-valor de la prueba T de Student 
para muestras independientes en la evaluación de la variable Throughput. 
Lo primero que se hará es redactar la hipótesis estadística, es decir la hipótesis alterna y la 
hipótesis nula de la siguiente manera: 
H1 = Existe una diferencia significativa entre la media de throughput en el estándar 802.11N y la 
media de throughput en el estándar 802.11AC.  
H0 = No existe una diferencia significativa entre la media de throughput en el estándar 802.11N 
y la media de throughput en el estándar 802.11AC. 
 
4.2.3.1. Normalidad en el indicador Throughput. 
 
En la prueba de normalidad se debe corroborar que la variable aleatoria en ambos casos 802.11N 
y 802.11AC se distribuye normalmente, para esto se usa la prueba de Kolmogorov-Smirnov ya 
que el tamaño de la muestra es mayor a 30 individuos. El criterio para determinar si la variable 
aleatoria se distribuye normalmente es: 
P-valor => α Aceptar H0 = Los datos provienen de una distribución normal. 
P-valor < α Aceptar H1 = Los datos No provienen de una distribución normal. 
Mediante el software estadístico de IBM SPSS se realizan los respectivos cálculos para la 
normalidad, una vez que se ingresó los datos, arroja los siguientes resultados como se puede ver 




Tabla 10-4: Normalidad del indicador Throughput (Rendimiento). 
Pruebas de normalidad 
Estándares 
Kolmogorov-Smirnov Shapiro-Wilk 
Estadístico gl Sig. Estadístico gl Sig. 
Throughput 802.11n 0,262 373 0,200 0,891 373 0,360 
802.11ac 0,157 373 0,200 0,875 373 0,246 
Realizado por: Edgar Ulloa.. 2020 
En este indicador se observa el nivel de significancia evaluada por Kolmogorov-Smirnov ya que 
los datos ingresados son mayores a 30, estos datos son tomados de la Tabla 10-4 con el fin de ser 
comparados con el valor de alfa como se muestra a continuación: 
P-valor de 802.11N = 0.200  >  α = 0.05 
P-valor de 802.11AC = 0.200  >  α = 0.05 
Entonces se observa que P-valor es mayor que el valor alfa en los dos casos, por lo tanto, se 
Acepta la H0, lo que quiere decir que estos datos provienen de una distribución normal al 
demostrar que el Throughput en los dos mecanismos de conexión se comporta normalmente y 
puede dar paso al siguiente filtro para la prueba T de Student. 
 
4.2.3.2. Igualdad de varianzas en el indicador Throughput. 
 
Al igual que en la normalidad la igualdad de varianzas es otro filtro que se debe pasar con el fin 
de obtener el cálculo del P-valor y así pasar a la prueba T de Student para muestras independientes 
en la evaluación de la variable Throughput. Entonces si las varianzas son iguales cumple con este 
filtro y se procede al análisis de la hipótesis. Para la igualdad de varianzas se usa las siguientes 
consideraciones: 
P-valor => α Aceptar H0 = Las varianzas son iguales. 
P-valor < α Aceptar H1 = Existe diferencia significativa en las varianzas. 
 
Tabla 11-4: Igual de varianzas del indicador Throughput (Rendimiento). 
Prueba de muestras independientes 
  





Se asumen varianzas 
iguales 
3,831 0,066 
No se asumen 
varianzas iguales 
    
Realizado por: Edgar Ulloa.. 2020 
La igualdad de varianzas se valida mediante la prueba de Levene, en esta prueba se obtuvo los 
siguientes datos tal como muestra la Tabla 11-4. 
P-valor = 0.066  >  α = 0.05 
Entonces se observa que P-valor es mayor que alfa por lo que se acepta H0 y por lo tanto se asume 
que las varianzas son iguales. De esta forma se corrobora que se cumple los dos supuestos tanto 
el de normalidad como el de igualdad varianza para poder seguir con el P-valor de la prueba T de 
Student para muestras independientes. 
 
4.2.3.3. Resultados prueba T de Student. 
 
Luego que se corrobora la normalidad y la igualdad de varianzas, ya se puede obtener el P-valor 
para la prueba T de Student, mediante la siguiente consideración: 
Si la probabilidad obtenida en P-valor ≤ α, rechace H0 (Se Acepta H1) 
Si la probabilidad obtenida en P-valor > α, no rechace H0 (Se Acepta H0) 
 
Recordando el apartado 4.2.3. Prueba T de Student para la variable Throughput (rendimiento) se 
obtiene lo siguiente: 
H1 = Existe una diferencia significativa entre la media de throughput en el estándar 802.11N y la 
media de throughput en el estándar 802.11AC.  
H1: µa ≠ µb  
H0 = No existe una diferencia significativa entre la media de throughput en el estándar 802.11N 
y la media de throughput en el estándar 802.11AC. 




En el software de IBM SPSS se obtienen los resultados de la variable Throughput (rendimiento) 
de la prueba de T de Student, la Tabla 12-4 muestra el valor de significancia bilateral, el mismo 
que se toma o se selecciona en base al parámetro “Se asumen varianzas iguales” según la Tabla 
11-4 Prueba de Levene de igualdad de varianzas. 
 
Tabla 12-4: T de Student del indicador Throughput (Rendimiento). 
Prueba de muestras independientes 









95% de intervalo de confianza de la 
diferencia 
Inferior Superior 
-1,395 18 0,023 -1656,667 1187,711 -4151,956 838,623 
-1,053 4,890 0,017 -1656,667 1573,720 -5729,474 2416,140 
Realizado por: Edgar Ulloa.. 2020 
En razón a la Tabla 12-4 se toma el valor obtenido, siendo este de 0.023 y que de acuerdo a las 
consideraciones antes mencionadas se pude decir que: 
P-valor = 0.023  ≤ α = 0.05 
Entonces se observa que P-valor es menor que alfa, por lo tanto, se rechaza H0 y se da paso a H1: 
Existe una diferencia significativa entre la media de throughput en el estándar 802.11N y la media 
de throughput en el estándar 802.11AC.  
Luego, en la Tabla 13-4. se puede ver los resultados de las medias del indicador Throughput entre 
el estándar 802.11N y el estándar 802.11AC. Los cuales toman los siguientes valores: El estándar 
IEEE 802.11N presenta 4953,60 kbps y el estándar IEEE 802.11AC presenta 3296,93 kbps, 
sabiendo que el Throughput (Rendimiento) generalmente se mide en bps y es la tasa promedio de 
éxito en la entrega de un mensaje sobre un canal de comunicación, se establece que mientras más 
alto sea este valor, indica que tiene mejor tasa de transferencia, así se tiene que el estándar IEEE 
802.11N tiene mejor rendimiento en comparación con el estándar IEEE 802.11AC con respecto 







Tabla 13-4: Comparación de medias para el indicador Throughput (Rendimiento). 







Throughput 802.11n 373 3296,93 1899,187 490,368 
802.11ac 373 4953,60 3343,752 1495,371 
Realizado por: Edgar Ulloa.. 2020 
En el Gráfico 3-4. se observa los resultados de los dos estándares analizados, mostrando en su eje 
positivo los valores que se obtuvieron mediante la prueba T de Student en el indicador Throughput 
cuyos valores son 4953,60 kbps y 3296,93 kbps para los estándares 802.11N y 802.11AC 
respectivamente, por lo tanto, el estándar 802.11N presenta mejor velocidad, rendimiento y por 
ende mayor efectividad de paquetes entregados con éxito al receptor. 
 
 
Gráfico 3-4: Comparación de IEEE 802.11N y AC del indicador Throughput. 
                   Realizado por: Edgar Ulloa.. 2020 
4.2.3.4. Decisión estadística. 
 
Concluidas las pruebas de T de Student para muestras independientes de la variable Throughput 
(rendimiento) se establece la siguiente conclusión: Existe una diferencia significativa entre la 
media de valores de throughput en el estándar 802.11N y la media de valores de throughput en el 




















Es decir, el estándar IEEE 802.11N presenta 3296,93 kbps y el estándar IEEE 802.11AC presenta 
4953,60 kbps, sabiendo que el Throughput (Rendimiento) generalmente se mide en bps y es la 
tasa promedio de éxito en la entrega de un mensaje sobre un canal de comunicación, se establece 
que mientras más alto sea este valor, indica que tiene mejor tasa de transferencia, así se tiene que 
el estándar IEEE 802.11AC es mejor en comparación con el estándar IEEE 802.11N con respecto 
al Throughput. 
Las variables analizadas intensidad de señal, calidad de conexión y throughput de acuerdo a los 
resultados obtenidos indica que las pruebas estadísticas de estos indicadores se inclinan a favor 
del Estándar IEEE 802.11AC obtenido ventajas sobre el otro estándar analizado. 
 
4.2.4. Resumen de indicadores evaluados.  
 
A continuación, en la Tabla 14-4 se presenta los resultados generales obtenidos de la Prueba T de 
Student para muestras independientes de los tres indicadores evaluados lo cual demuestra que el 
estándar 802.11 AC provee mejor rendimiento en la red inalámbrica. 
 
Tabla 14-4: Indicadores de los Estándares 802.11N y AC con T de Student. 
INDICADOR IEEE 802.11N IEEE 802.11AC 
Intensidad de Señal -60.88 dBm -65.54 dBm 
Calidad de Conexión  29.19 dB 26.24 dB 
Throughput (Rendimiento) 4953.60 kbps 3296.93 kbps 
Realizado por: Edgar Ulloa.. 2020 
La Intensidad de señal se mide en dBm e indica que un valor mientras más cercano este al cero 
representa un mejor rendimiento, por la tanto en la prueba estadística se obtuvo una diferencia 
significativa de -60.88 dBm para el estándar 802.11N sobre -65.54 dBm para el estándar 
802.11AC. Lo que indica que el mecanismo de conectividad 802.11N posee mejor rendimiento 






Gráfico 4-4: Resultados de IEEE 802.11N y AC del indicador Intensidad de Señal. 
                 Realizado por: Edgar Ulloa.. 2020 
La Calidad de Conexión de acuerdo a la medición basada en el ruido presenta que el estándar 
802.11N posee 26.24 dB y el estándar 802.11AC posee 29.29 dB. Lo que indica que el mecanismo 
de conectividad 802.11AC presenta mejor rendimiento con respecto al indicador Calidad de 
conexión sobre el estándar 802.11N, tal cual se muestra en el Gráfico 5-4. 
 
 
Gráfico 5-4: Resultados de IEEE 802.11N y AC del indicador Calidad de Conexión. 
                   Realizado por: Edgar Ulloa.. 2020 
El Throughput muestra el éxito de paquetes entregados y debe ser menor al ancho de banda. Así 
se obtuvo mediante la prueba estadística T de Student que posee 3296.93 kbps para el estándar 
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conectividad 802.11AC presenta mejor rendimiento con respecto al indicador Throughput que el 
estándar 802.11N, tal cual se muestra en el Gráfico 6-4. 
 
 
Gráfico 6-4: Resultados de IEEE 802.11N y AC del indicador Throughput. 









































5. GUÍA DE ESPECIFICACIONES TÉCNICAS DE LOS AP. 
      
Como antecedente se puede indicar que los datos obtenidos en los escenarios de pruebas mediante 
las simulaciones con datos reales en Cisco 8500 Series Wireless Controller arrojan valores de 
50% a favor del estándar 802.11N y 40% a favor del estándar 802.11AC. Lo cual se ratifica en 
las pruebas de simulaciones con datos reales mediante Cisco Prime Infrastructure que arrojan 
valores similares, siendo del 57.14% a favor del estándar 802.11N y 28.57% a favor del estándar 
802.11AC. Recalcando que estos valores se inclinan por el estándar 802.11N debido a que los 
dispositivos finales al carecer de la disponibilidad de varios estándares (802.11 a, ac) en su 
tarjetería de red optan por conectarse con mayor afluencia a este estándar, por lo tanto, obtiene 
mejor rendimiento en los parámetros evaluados en estas simulaciones.  
Además, la mayoría de conexiones a los AP provienen de teléfonos móviles tal cual se muestra 
en la Figura 1-5 que señala que las conexiones se realizan mediante el sistema operativo Android 





       Figura 1-5: Top de sistemas operativos activos en la red inalámbrica. 
          Fuente: Herramienta Cisco 8500 Series Wireless Controller. 
 
Así también se muestran en las Figuras 2-5 y 3-5 con respecto a los teléfonos móviles las 
especificaciones técnicas de conectividad, indicando que los móviles de gama alta poseen los 
estándares 802.11 a/b/g/n/ac 2.4GHz+5GHz y los dispositivos de gama media/baja poseen los 
estándares 802.11 b/g/n 2.4GHz, y tratándose de una institución pública es entendible pensar que 
no todos los usuarios pueden tener acceso a un teléfono móvil de gama alta por su costoso valor 
económico que bordea los $500, lo cual justifica que las conexiones en redes con alta concurrencia 
de usuarios estén más orientas hacia el estándar 802.11N. 
 
 






Figura 3-5: Estándar Wifi móvil gama media. 
Fuente: Samsung.com. 
 
Ahora bien, en las pruebas estadísticas de los indicadores evaluados intensidad de señal, calidad 
de conexión y throughput obtienen una diferencia significativa a favor del estándar 802.11N que 
dan paso a proponer una guía de implementación de requerimientos técnicos acerca del 
mecanismo de conectividad de mayor rendimiento de acuerdo a la concurrencia de usuarios. 
La propuesta trata en sí de realizar un análisis exhaustivo de los Access Point con los que se pueda 
plasmar mejoras en el rendimiento de estos dispositivos, utilizando el mecanismo de conexión de 
mayor realce, este a su vez está orientado a proponer características de adquisición que eviten 
altos consumos económicos, características de configuración con los que los administradores de 
red puedan guiarse para obtener mejor rendimiento, características de habilitación por software 
que son necesarias para poner en funcionamiento bandas duales de 2,4GHz + 5GHz, 
características de verificación por comandos que son necesarias para validar que ciertos 
parámetros estén habilitados, características  de ubicación física de los Access Point para evitar 
interferencias con otros equipos que deterioren la señal y así mismo una distancia óptima de 
separación entre Access Point para evitar la degradación de la señal. 
A continuación, se presenta la guía de especificaciones técnicas de los Access Point para mejorar 
el rendimiento de estos con la utilización del mecanismo de conectividad de mayor realce en las 























Un Access Point cumple una tarea de suma importancia dentro de las redes inalámbricas ya que 
es el dispositivo encargado de interconectar terminales de comunicación inalámbrica, si bien es 
cierto en la actualidad se tiene gran variedad de Access Point de acuerdo a una gran variedad de 
modelos, marcas, características y precios.  
De acuerdo a la investigación realizada de los mejores mecanismos de conectividad donde se 
obtiene mediante datos estadísticos que el estándar IEEE 802.11n brinda mejor rendimiento en 
redes con alta concurrencia de usuarios, se emite esta guía que proyecta suministrar 
especificaciones concretas que deben tener los Access Point al momento de ser instalados en una 
red inalámbrica, todo esto con el fin de tener un conocimiento avanzado del estándar en mención 




El presente documento abarca la guía necesaria para llegar al usuario Normal o Administrador de 
una red inalámbrica, el cual pueda tener el conocimiento necesario a la hora de instalar o 
implementar una red ya sea en casa o en una red de gran tamaño respectivamente. Es así que con 
esta guía se pretende encaminar al usuario, cuando este requiera implementar una red inalámbrica 




5.3. TIPOS DE USUARIOS. 
 
Usuario Administrador: Es el usuario que en la mayoría de casos poseen niveles académicos 
superiores, así como también conocimientos altos en telecomunicaciones y que están encargados 
de administrar y solventar problemas de redes con gran concurrencia de usuarios o que manejan 
redes de nivel corporativo. 
Usuario Normal: Es el usuario que en la mayoría de casos no posee niveles académicos 
superiores y posee poco o nada de conocimiento de redes de telecomunicaciones, son usuarios 
que desean implementar o aumentar el tamaño de su red inalámbrica en casas o negocios 
pequeños. 
 
5.4. GLOSARIO DE TÉRMINOS. 
 
Telecomunicaciones: Sistema de comunicación a distancia que se realiza por medios eléctricos 
o electromagnéticos. 
Red Inalámbrica: Permite el acceso a servicios y/o internet a usuarios con dispositivos móviles 
sin la necesidad de cables.  
Access Point: Abreviado con las siglas AP, dispositivo de red que interconecta equipos de 
comunicación inalámbricos.  
Banda de Frecuencia: Son intervalos de frecuencias del espectro electromagnético asignados a 
diferentes usos dentro de las radiocomunicaciones. En redes posee dos frecuencias 2.4GHz y 
5GHz. 
Estándar 802.11: Sirve y es considerado la base en la comunicación de las redes inalámbricas. 
 
5.5. Identificar el lugar de instalación. 
 
Como primer paso para mejorar el rendimiento de una red inalámbrica se debe conocer el 
espacio o lugar en donde se pretende realizar la instalación de la red, es decir: 
 
 Espacios cerrados y/o cubiertos como casas, oficinas, departamentos, edificios.  






Figura 4-5: Espacio abierto – Parque de la Ciudadela Universitaria UCE. 
Fuente: Dirección de Comunicación y Cultura (UCE). 
 
Figura 5-5: Espacio cerrado o cubierto – Edificio Facultad de Administración. 




5.5.1. Usuario Administrador. 
 
Por lo general cuando se trata de un administrador de redes con gran concurrencia de usuarios 
se está hablando de redes inalámbricas de gran envergadura por lo tanto los espacios o lugares 
definidos para la instalación tienden a ser de gran tamaño, tanto en ambientes cubiertos como 
en ambientes al aire libre, estos lugares pueden ser edificios, aulas académicas, pisos 
administrativos y parques, canchas respectivamente. 
 
Mediante este análisis se puede establecer que es necesario dispositivos Access Point de 
especificaciones y rendimiento alto para poder satisfacer las necesidades de los posibles 
clientes que se conectarán a la red inalámbrica ya que se sobreentiende que existiría gran 
concurrencia de usuarios al tratarse de un lugar amplio. 
 
5.5.2. Usuario Normal. 
 
Cuando se habla de un usuario normal que desea una implementación de una red inalámbrica 
se puede pensar que se trata de una instalación mínima como en una casa, negocio pequeño 
como un cyber o un departamento de vivienda de espacio físico moderado. 
 
El análisis que interviene en este caso permite establecer que se necesita dispositivos Access 
Point con especificaciones, costos y rendimiento medio para poder satisfacer las necesidades 
de los posibles clientes que se conectarán a la red inalámbrica ya que en este caso no sería 
numerosa la concurrencia de usuarios. 
 
5.6. Identificar a que usuarios está orientado el servicio. 
 
Tomando como base la identificación del lugar de instalación de la red inalámbrica se puede 
deducir el número de clientes y por ende el número de conexiones que se enlazarán a la red. 
Además, en los dos casos de usuarios se puede obtener el número de usuarios posibles 
mediante los datos de las actividades de las empresas, es decir, cuando se trata de redes con 
gran concurrencia de usuarios y así mismo cuando se trata de redes pequeñas de casas o 
negocios, además se puede optar por el recurso de la observación de los posibles clientes y 




Ligado a las conexiones están los usuarios y sus dispositivos, estos influyen directamente en 
el número de conexiones debido a los estándares que poseen. En las siguientes Figuras 6-5 y 
7-5 se puede observar que los teléfonos móviles de gama alta poseen los estándares 802.11 
a/b/g/n/ac 2.4GHz+5GHz y los dispositivos de gama media/baja poseen los estándares 802.11 
b/g/n 2.4GHz.  
 
Lo que indica que en redes con alta concurrencia de usuarios necesariamente se deben ubicar 
Access Point de especificaciones y rendimiento robusto porque las conexiones son altas a 
todos los estándares y en especial al 802.11n y 802.11ac que son los más actuales y más 
utilizados.   
  
 
 Figura 6-5: Estándares Wifi móvil gama alta. 
  Fuente: Samsung.com. 
 
 
 Figura 7-5: Estándares Wifi móvil gama media. 
  Fuente: Samsung.com. 
 
 




Los Administradores de redes con espacios amplios de cubrir inalámbricamente se 
sobreentiende que tendrán alta concurrencia de usuarios por lo tanto tienen que identificar los 
clientes quienes se conectarán a la red inalámbrica, por lo general en instituciones públicas 
que brindan servicios a clientes masivos poseen en su mayoría dispositivos finales de gama 
media/baja y en menor cantidad dispositivos de gama alta. Por lo que se tendrá que cubrir 
estos dos aspectos con Access Point que tengan una alta capacidad de estándares y 
rendimiento, es decir: 
 
 De acuerdo a la gran cantidad de conexiones se recomienda la adquisición de AP con 
estándares 802.11 a/b/g/n/ac 2.4GHz+5GHz, todo esto pensado en la gran cantidad de 
usuarios/conexiones que optarán por conectarse a cualquiera de los estándares que provee 
el AP y en espacial a los más actuales y de mayor uso. 
 
5.6.2. Usuario Normal. 
 
Los usuarios normales que desean implementar una red inalámbrica en sus casas o negocios 
pequeños podrán hacerlo con la identificación de sus clientes o personas cercanas que se 
conectarán a la red inalámbrica. Es decir:  
 
 Los usuarios dependiendo de sus dispositivos intentarán conectarse a los estándares 
802.11 a/b/g/n/ac 2.4GHz+5GHz, pero no es necesario la adquisición de un Access Point 
robusto ya que por lo general los dispositivos que se conectan son pocos y de gama 
media/baja, lo que significaría que con un AP con estándares 802.11 b/g/n 2.4GHz se 
cubriría la necesidad de dicha red. 
 
5.7. Requerimientos económicos de instalación. 
 
Cuando se habla del presupuesto de instalación de Access Point no solamente se trata de ver 
costos mínimos para las redes inalámbricas sino de ver dispositivos robustos en sus 
características de hardware y software y como segundo punto ver que no generen tantos gastos 
económicos en la implementación, administración y posteriormente en el soporte que se tenga 
que proveer a los mismos. 
 
Luego de los análisis anteriores es necesario saber los costos que influyen en la instalación 
de la red inalámbrica, de esta forma se pueden abaratar costos ya que en lugares pequeños y 
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para pocas conexiones no es necesario adquirir Access Point de especificaciones, marcas y 
rendimiento robusto. 
 
5.7.1. Usuario Administrador. 
 
Al momento de la selección de un Access Point primeramente se debería escoger APs que 
cuenten en sus especificaciones técnicas con los todos estándares como IEEE 802.11 
a/b/g/n/ac 2.4GHz+5GHz tal cual recomienda esta investigación gracias a los resultados 
estadísticos proporcionados en el capítulo tres.  
 
En cuestión de costos, influye en gran magnitud poseer todos los estándares y por ende la 
utilidad de las antenas ya que de estas depende la transmisión de datos en bandas de frecuencia 
2.4GHz y 5GHz. Para ellos se evalúa modelos de Access Point antiguos y actuales. 
 
    Figura 8-5: Access Point modelo antiguo con antenas en 2.4GHz. 
     Realizado por: Edgar Ulloa. 
 
En el caso de Access Point antiguos como se muestra en la Figura 8-5 se puede notar el uso 
de antenas para el funcionamiento de las bandas de frecuencia de 2.4GHz y 5GHz. En las 
instituciones con gran concurrencia de usuarios existen AP con antenas que proporcionan la 




 Omnidireccional es un tipo de antena la cual emite su señal en forma de 360°, o radia su 
señal de potencia de forma uniforme en todas las direcciones. 
 
 Sectorial es un tipo de antena la misma que emite su señal de forma directa, además posee 
mayor alcance horizontal, ciertos fabricantes cubren radios desde 30° a 120°. 
 
Como ejemplo en la Figura 9-5 se observa un Access Point antiguo utilizado en la red 
inalámbrica de la Universidad Central del Ecuador, el mismo que solo conservaba antenas 
compatibles en los slots de banda de frecuencia de 2.4GHz dejando inutilizable la banda de 
frecuencia de 5GHz en la cual funciona el estándar IEEE 802.11AC, lo que quiere decir que 
este AP siempre estuvo trabajando bajo los estándares IEEE 802.11 b, g y n. No obstante, con 
esta observación se podría recuperar dicho AP simplemente con la adquisición de las antenas 
y obviamente viendo que soporte el estándar más actual 802.11AC. 
 
 
Figura 9-5: Slots de antenas con radios para 2.4GHz y 5GHz. 
Realizado por: Edgar Ulloa. 
 
Para el caso de Access Point actuales los fabricantes han optado por hacer que los dispositivos 
vengan incluidos con antenas externas e internas y de la misma forma según este criterio 
serian evaluados los costos de estos dispositivos inalámbricos. Siendo los de mayor precio y 
robustez los Access Point con antenas externas.  
 
A continuación, en la Figura 10-5 se presenta un gráfico de los Access Point con antenas 





aproximado de $300 dólares para AP con antenas internas y de $450 dólares para AP con 
antenas externas, costos evaluados en el año 2019. 
 
Figura 10-5: Access Point con antenas externas e internas. 
Realizado por: Edgar Ulloa. 
 
En virtud de todo lo comentado con respecto a los costos es importante aclarar que la 
utilización de los Access Point se puede dar tanto en APs antiguos como nuevos siempre y 
cuando en sus características técnicas soporte varios estándares y de preferencia los más 
actuales y utilizados. 
 
5.7.2. Usuario Normal. 
 
Al momento de la selección de un Access Point inicialmente se debería escoger un AP que 
cuenten en sus especificaciones técnicas con los estándares IEEE 802.11 a/b/g/n/ac 
2.4GHz+5GHz, pero por tratarse de una instalación con poca concurrencia de usuarios y en 
un lugar pequeño, lo más recomendable seria adquirir un AP con especificaciones básicas de 
estándares como el IEEE 802.11 b/g/n/ ya que con este dispositivo se podrá cubrir las 
necesidades inalámbricas de los posibles usuarios.  
 
En cuestión de costos se podría abaratar los mismos mediante la adquisición de Routers con 
funcionamiento a manera de AP. En el mercado existe un sin número de marcas y modelos 
de estos dispositivos, sus costos varían de la misma forma por su marca, modelo, estándares, 
alcance y velocidad de transmisión, es decir, los precios rondan ente los $20 dólares a $50 




En la siguiente Figura 11-5 se muestra routers Ciscos utilizados en Ecuador por el proveedor 
de internet Netlife los mismos que funcionan a manera de AP y que poseen características 
básicas mencionadas en esta guía para la utilización de las redes inalámbricas en lugares 
pequeños y con poca concurrencia de usuarios. Se muestra esos dispositivos con el fin de 
indicar que estos routers a manera de AP funcionan correctamente para las necesidades de 
redes inalámbricas pequeñas y con pocos usuarios. 
 
 
 Figura 11-5: Routers Cisco a manera de Access Point para lugares pequeños. 
  Fuente: https://www.linksys.com 
 
Así también se tiene en la Figura 12-5 Routers Tp-Link utilizados en Ecuador por el 
proveedor de internet Tv Cable los mismos que funcionan a manera de AP y que poseen 
características básicas mencionadas en esta guía para la utilización de las redes inalámbricas 
en lugares pequeños y con poca concurrencia de usuarios. Se muestra esos dispositivos con 
el fin de indicar que por cuestiones de costos y calidad estas grandes empresas usan estos 
routers a manera de AP ya que funcionan correctamente para las necesidades de redes 





    Figura 12-5: Routers TP-Link a manera de Access Point para lugares pequeños. 
      Fuente: https://www.tp-link.com/ 
 
5.8. Requerimientos técnicos de los Access Point. 
 
Un Access Point cumple una tarea de suma importancia dentro de las redes inalámbricas ya 
que es el dispositivo encargado de interconectar terminales de comunicación inalámbrica, si 
bien es cierto en la actualidad se tiene gran variedad de Access Point de acuerdo a modelos, 
marcas, características y precios. En la Figura 13-5 se observa ciertos modelos de Access 
Point con un punto importante a considerar, la utilización de las antenas ya que bajo este 
parámetro trabajan las bandas de frecuencia de 2.4Ghz y 5GHz y por ende de esta manera se 




Figura 13-5: Tipos de Access Point. 
 Realizado por: Edgar Ulloa. 
 
5.8.1. Usuario Administrador. 
 
Los administradores de redes de lugares grandes y con alta concurrencia de usuarios deben 
seleccionar Access Point robustos de acuerdo a los requerimientos de redes amplias como: 
 
 Disponibilidad de Estándares IEEE 802.11 a/b/g/n/ac 2.4GHz+5GHz. 
 Énfasis en los estándares más actuales y utilizados IEEE 802.11 n y ac 2.4GHz+5GHz 
respectivamente. 
 Poseer protocolos altos de seguridad – 802.1x. 
 Access Point con antenas internas y externas dependiendo del lugar de instalación. 
 
5.8.2. Usuario Normal. 
 
Los usuarios normales en sus redes inalámbricas para lugares pequeños y con poca 
concurrencia de usuarios deben seleccionar Access Point de gama media o baja ya que no es 
necesario costos ni características técnicas altas, más bien su adquisición es de acuerdo a los 
requerimientos del lugar de instalación y los posibles usuarios de la red.  
 
En la mayoría de los casos y dependiendo del proveedor de internet se suele usar para redes 
de hogar o negocios pequeños Routers a manera de Puntos de Acceso, los mismos que dentro 
de sus especificaciones técnicas poseen idénticos parámetros de configuración que los AP. 
Las especificaciones básicas que deberían poseer estos dispositivos son: 
 
 Disponibilidad básica de Estándares IEEE 802.11 b/g/n 2.4GHz. 
 Énfasis en los estándares más actuales y utilizados dependiendo de la disponibilidad del 
AP adquirido IEEE 802.11n 2.4GHz. 
 Se puede utilizar para redes pequeñas Routers a maneras de Access Point por optimizar 
costos. 




En las siguientes Figuras 14-5 y 15-5 se puede observar las especificaciones técnicas de estos 
routers a manera de AP para redes pequeñas en donde consta los estándares IEEE 802.11 
b/g/n 2.4GHz. 
 
                   Figura 14-5: Especificaciones de Router Cisco a manera de AP. 
                 Fuente: https://www.linksys.com 
 
 
 Figura 15-5: Especificaciones de Router TP-LINK a manera de AP. 




5.9. Determinar ubicación física de los Access Point. 
 
La ubicación de un Access Point es vital para tener una buena cobertura y conectividad. 
Cualquiera que tenga una conexión de Internet ya se en casa, negocio o sobre todo en áreas 
grandes de oficina, sabe que la ubicación del Access Point es de suma importancia para tener 
una buena señal en todos los ambientes. 
 
Mucho influye la estructura de edificación al optar que no haya muchos muros que se 
interponga con la señal, como también el Access Point mismo que puede enfrentarse a 
interferencias entre sí por la utilización del mismo canal de señal y por supuesto la calidad 
del servicio que brinda el proveedor de Internet.  
 
5.9.1. Usuario Administrador. 
 
En las de redes con alta concurrencia de usuarios los administradores pueden ayudarse de las 
herramientas de software que contienen mapas de calor y mapas de interferencias, todo esto 
viene incluidos en la adquisición de los Access Point y hacen que sea más fácil la ubicación 
física de estos dispositivos. 
 
Como referencias también se puede mencionar lo siguiente: 
 
 Ubica el Access Point en un lugar central en el ambiente a cubrir. 
 Dependiendo el ambiente cubierto el Access Point se debe ubicar con una distancia mayor 
a 15 metros con respecto a otros dispositivos similares. 
 Evita obstrucciones en el recorrido de la señal. 
 Evita ubicar el Access Point cerca de los baños (Cerámica = agua, sílice, plomo, estaño y 
óxidos metálicos). 
 Evitar ubicar el AP cerca de interferencias electromagnéticas como: 
 Otros Access Point. 
 Electrodomésticos Microondas. 
 Host spot. 
 Teléfonos fijos inalámbricos. 





Para reducir interferencias se recomienda evitar los siguientes obstáculos: 
 
 Madera, materiales sintéticos y el cristal. (Pérdida de intensidad de señal baja). 
 Agua, ladrillo y mármol. (Pérdida de intensidad de señal media). 
 Escayola, hormigón y cristal blindado. (Pérdida de intensidad de señal alta). 
 Metal. (Pérdida de intensidad de señal súper alta). 
 
Adicionalmente, se recomienda evitar la utilización del mismo canal de señal, ya que en los 
Access Point de gama alta en su configuración pueden optar por configurar estos canales de 
manera automática haciendo que las señales no se solapen entre sí. 
 
5.9.2. Usuario Normal. 
 
En las de redes pequeñas los usuarios pueden ayudarse con las indicaciones que se presentan 
a continuación. 
 
 Ubica el Access Point o router en un lugar central en el ambiente a cubrir. 
 Dependiendo el ambiente cubierto el Access Point se debe ubicar con una distancia mayor 
a 15 metros con respecto a otros dispositivos similares. 
 Evita obstrucciones en el recorrido de la señal. 
 Evita ubicar el Access Point en la cocina o en el baño. (Cerámica = agua, sílice, plomo, 
estaño y óxidos metálicos). 
 Evitar ubicar el AP cerca de interferencias electromagnéticas como: 
 Otros Access Point. 
 Electrodomésticos Microondas. 
 Host spot. 
 Teléfonos fijos inalámbricos. 
 Antenas de Televisión Satelital. 
 
 De ser posible sintoniza la antena. 
 Si es necesario amplifica la señal. 
 




 Madera, materiales sintéticos y el cristal. (Pérdida de intensidad de señal baja). 
 Agua, ladrillo y mármol. (Pérdida de intensidad de señal media). 
 Escayola, hormigón y cristal blindado. (Pérdida de intensidad de señal alta). 
 Metal. (Pérdida de intensidad de señal súper alta). 
 
Adicionalmente, se recomienda evitar la utilización del mismo canal de señal, ya que en los 
Access Point de gama media/baja o routers a manera de AP en sus estándares 802.11 b/g/n 
de 2.4GHz poseen 12 canales de señal de trasmisión por lo cual se sugiere trabajar en distintos 
canales a los ya utilizados en la red propia o vecina. 
 
5.10. Determinar protocolos de seguridad de los Access Point. 
 
Para que la red inalámbrica tenga un rendimiento óptimo es necesario asegurar la conexión 
inalámbrica donde la demanda de usuarios sea alta o baja, es decir, debe tener robustez en 
este aspecto, por lo cual lo más recomendable es usar protocolos de seguridad, mediante los 
cuales se puede tener niveles altos que aseguren las redes inalámbricas. 
 
5.10.1. Usuario Administrador. 
 
En redes con lugares amplios y de gran concurrencia de usuarios es recomendable usar un 
protocolo de alta seguridad, así como el 802.1x que se deriva de IEEE y que mediante el 
mismo se puede tener niveles altos de seguridad en las redes cableadas e inalámbricas. 
 
La funcionalidad de este protocolo dentro de una institución con alta concurrencia de usuarios 
seria de la siguiente manera: 
 
Los clientes solicitan autenticación a los Access Point, estos a través de la Wireless LAN 
Controller envían requerimiento al Servidor Radius y este a su vez solicita la Información de 
credenciales activas en el Servidor de Directorio Activo. Luego de realizar las peticiones, las 
repuestas son devueltas a través de los mismos medios hasta llegar a la controladora donde 
esta otorga acceso a una VLAN mediante la Capa de Distribución y así mismo otorga 
permisos mediante el firewall y finalmente brinda al cliente el servicio de internet. 
 
Como ejemplo en la Figura 16-5 se puede observar el proceso y funcionalidad de un protocolo 




   Figura 16-5: Protocolo 802.1x implementado en la UCE. 
   Realizado por: Edgar Ulloa. 
 
5.10.2. Usuario Normal. 
 
Para los usuarios normales al momento de configurar la seguridad en sus Access Point o 
routers a manera de AP lo pueden hacer de manera sencilla ingresando a la configuración del 
dispositivo. Todo Access Point y en especial los routers a manera de AP vienen con un 
software de administración y es mediante este aspecto que se puede realizar configuraciones 
en este dispositivo, de la siguiente manera: 
 
 Conectarse al AP de forma inalámbrica o alámbrica. 
 Para acceder a las configuraciones, mediante un navegador digitar la siguiente IP de 
acuerdo a la marca del AP 192.168.1.1 o 192.168.0.1. 
 Buscar y presionar sobre el modulo o botón que diga “Conexión Inalámbrica”. 
 Configurar los siguientes aspectos: 
 SSID = Nombre que se le dará a la red inalámbrica. 
 Modo Radio = Seleccionar modo Punto de Acceso (Access Point). 
 Tipo de Autenticación o Modo de seguridad = Seleccionar WPA/WPA2-PSK 
 Frase de paso o Contraseña = De acuerdo al tipo de seguridad (WPA/WPA2-PSK) se 
habilita el campo para colocar una contraseña no menor a 8 caracteres entre 





Figura 17-5: Protocolo 802.1x implementado en la UCE. 
         Realizado por: Edgar Ulloa. 
 
5.11. Características de configuración por software. 
 
Una vez adquiridos y/o seleccionados los Access Point de trabajo que serán utilizados con el 
mecanismo de conectividad sugerido en esta investigación según los resultados estadísticos 
en redes con alta concurrencia de usuarios, se propone una revisión técnica de manera general 
con el fin de asegurar que estos dispositivos ejecuten sus tareas de forma normal y que se 
encuentren activos dentro de la red inalámbrica. 
 
Mediante software se puede ingresar a ver el estado de los radios (banda de frecuencia de 
2.4GHz y 5GHz) ver el tipo de antena instalado (interna o externa) y otros parámetros de 
importancia que validen el funcionamiento correcto del AP en los radios y estándares 
sugeridos. 
 




Un usuario administrador gracias a las herramientas de software que viene incluidas en la 
adquisición de los Access Point puede determinar y validar por estos medios la utilización de 
los estándares y radios de frecuencias con el objetivo de tener optimizada su red inalámbrica. 
 
En la Figura 18-5 muestra en un primer plano la tenencia de slots de antenas para verificar 
cuantas se encuentran instaladas en la banda de frecuencia que se desea trabajar 5GHz. 
 
Figura 18-5: Interfaz de antenas habilitadas. 
Realizado por: Edgar Ulloa. 
 
 
En la siguiente Figura 19-5 se presenta los slots disponibles (Radio 0 = 2.4GHz y Radio 1 = 
5GHz) los mismos que pueden ser activados y desactivados mediante este software. 
 
Figura 19-5: Interfaz de radios habilitados. 
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Realizado por: Edgar Ulloa. 
 
5.11.2. Usuario Normal. 
 
Para los usuarios normales al momento de configurar sus Access Point o routers a manera de 
AP lo pueden hacer de manera sencilla ingresando a la configuración del dispositivo. Todo 
Access Point y en especial los routers a manera de AP vienen con un software de 
administración y es mediante este aspecto que se puede realizar configuraciones en este 
dispositivo, de la siguiente manera: 
 
 Conectarse al AP de forma inalámbrica o alámbrica. 
 Para acceder a las configuraciones, mediante un navegador digitar la siguiente IP de 
acuerdo a la marca del AP 192.168.1.1 o 192.168.0.1. 
 Buscar y presionar sobre el modulo o botón que diga “Conexión Inalámbrica”. 
 Configurar los siguientes aspectos: 
 SSID = Nombre que se le dará a la red inalámbrica. 
 Modo Radio = Seleccionar modo Punto de Acceso (Access Point). 
 Banda de Radio = De preferencia seleccionar el estándar más actual y de mayor uso. 
 Difusión SSID = Activar para visualizar la red desde cualquier dispositivo cliente. 
 Ancho de canal = De preferencia mixto o automático de entre 20 ó 40 MHz. 
 Canal Inalámbrico = SI se tiene más de un AP cercano propio o vecino validar que 




Figura 20-5: Configuración AP usuario normal. 
Realizado por: Edgar Ulloa. 
 
5.12. Características de configuración por consola. 
 
Las configuraciones de software se pueden establecer como se mencionó anteriormente, no 
obstante, también existen configuración por consola, debido a que en ciertos casos se 
presentan problemas de la carga de interfaz gráfica ya sea por conexiones inestables o 
perdidas de acceso (claves) lo que causa demoras en la ejecución y validación de estos 
parámetros. Para esto se presenta la activación y desactivación de los radios (Radio 0 = 




5.12.1. Usuario Administrador. 
 
El usuario administrador tiene la opción de ingresar mediante consola a la administración del 
Access Point, para configurar y validar que los radios en donde trabajan los estándares IEEE 
802.11 a/b/g/n/ac en las bandas de frecuencia 2.4GHz y 5GHz estén activas y funcionando 





Figura 21-5: Consola de comandos para levantar/bajar Interfaz de Radios. 
Realizado por: Edgar Ulloa. 
 
Consulta de radios disponibles: 
router(config)# show running-config 
Selección de radio:  
router(config)# interface radio <slot/puerto> 
Levantamiento de radio: 
router(config)# no shutdown 







5.12.2. Usuario Normal. 
 
El usuario normal tiene la opción de ingresar mediante consola de Windows para validar que 
el Access Point o router a manera de AP este configurado, activo y funcionando 
correctamente dentro de la red. Esto se ejecuta mediante un ping el cual indica que el 
dispositivo está activo, los pasos a seguir serían los siguientes: 
 
 En el sistema operativo Windows presionar la tecla Windows + r. 
 Se abre una ventana donde se debe ingresar el texto “cmd” y presionar aceptar. 
 En la venta siguiente teclear “ping 192.168.1.1” este número de IP es de acuerdo al 
apartado 7.2 Usuario normal de esta guía. 
 Luego de eso se ejecutará en 4 líneas la respuesta de que el AP está activo o no en la red.  
 
Así como se ve a continuación en la Figura 22-5. 
 
 
    Figura 22-5: Consola de comandos para levantar/bajar Interfaz de Radios. 












 Las simulaciones realizadas a los dos mejores mecanismos de conectividad 802.11N y 
802.11AC en las herramientas de software Cisco Prime Infrastructure y Cisco 8500 Series 
Wireless Controller ayudaron a establecer información relevante, obtener resultados acerca 
del rendimiento de Access Point y a analizar el comportamiento cuando existe gran 
concurrencia de usuarios, mediante la comparación de sus datos. 
 
 En la Universidad Central del Ecuador se encuentran implementados los estándares de 
conexión IEEE 802.11 a, b, g, n y ac. De los cuales se eligieron los de mayor relevancia en la 
actualidad y de mayor demanda en esta Institución Educativa de acuerdo a los datos obtenidos 
en Cisco Prime Infrastructure. Los elegidos son los estándares 802.11N y 802.11AC, los que 
mediante su comparación estadística dieron como resultado la inclinación por el estándar 
802.11N, indicando mejoras significativas en las variables evaluadas frente al otro estándar 
analizado. 
 
 Luego de analizar y comparar los mecanismos de conectividad mediante el método estadístico 
T de Student con Kolmogorov-Smirnov en el software SPSS, se establece que el estándar 
IEEE 802.11N es la opción idónea a ser aplicada en redes con alta concurrencia de usuarios, 
debido a los resultados obtenidos como son la intensidad de señal con -60.88 dBm, calidad 




 Se evidencia también que en las simulaciones la tendencia de conexión a estos estándares se 
inclina por el IEEE  802.11N debido a que los dispositivos finales no cuentan en su tarjetería 
con la disponibilidad de todos los estándares IEEE 802.11 a, b, g, n y ac, haciendo que el 
rendimiento tome tendencia sobre este estándar. 
 
 Los resultados estadísticos de la comparación de los dos mecanismos de conectividad 
permiten o dan paso a establecer como propuesta una guía de especificaciones, 
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implementaciones y características técnicas de los Access Point con relación al análisis de 






























 Es recomendable usar datos cercanos a la realidad para saber el funcionamiento en vivo de 
los Access Point mediante esta forma se puede ir analizando de manera más óptima los 
indicadores en los cuales se basa la investigación y con los que se pueda obtener mejores 
resultados. 
 
 Los equipos Access Point deben ser considerados y analizados previamente con respecto a la 
ubicación y características físicas, características técnicas y costos, con el fin de obtener una 
proyección general de estos, y proponer su utilización tanto de los Access Point antiguos 
como actuales siempre y cuando dispongan de bandas duales para la utilización de varios 
estándares. 
 
 Se debe conocer a profundidad los parámetros evaluados en la investigación, porque cada 
parámetro se concatena con un valor medible con el fin de obtener resultados, así se tiene el 
ejemplo para la medición de la calidad de conexión donde interviene el valor medible del 
ruido el mismo que se mide dB e indica que tan buena es una señal de conexión evaluando el 
poco o mucho valor que emita el ruido. 
 
 Previo a la evaluación del rendimiento de los Access Point se debe analizar la ubicación física 
de los Access Point de tal manera que estos se ubiquen en una parte céntrica al área de 
cobertura, todo esto con el fin de emitir mejores resultados con respecto a la variable de 
intensidad de señal. 
 
 Se recomienda realizar una verificación periódica de los Access Point, validando si las 
interfaces de Radio están trabajando con normalidad ya que bajo estos criterios se pone en 






 Se recomienda tomar en cuenta que los dispositivos finales tienen a conectarse en mayor 
cantidad al estándar IEEE 802.11N debido a las características de la tarjetería inalámbrica 
que poseen estos dispositivos, además recalcar que por este motivo esto influye en el 
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ANEXO A: Cisco Aironet 1700 Series Access Point.  Especificaciones del Access Point utilizado 



























ANEXO B: Cisco 8500 Series Wireless Controller. Especificaciones de la herramienta utilizada para 
















































ANEXO C: Cisco 8500 Prime Infrastructure. Especificaciones de la herramienta utilizada para 
pruebas y simulaciones. 
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