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Osebna varovalna oprema in informacijska tehnologija 
Povzetek: V diplomski nalogi je predstavljena osebna varovalna oprema, ki ima svojo 
osnovno funkcijo, poleg nje pa s pomočjo senzorjev omogoča še nadzorovanje 
dejavnikov zunanjega okolja in delavčevih vitalnih funkcij. Podobno lahko oddaja tudi 
lokacijski signal, kar pripomore k nadzoru njenega nošenja oziroma sledenju lokacije 
uporabnika. Slednje je posebnega varnostnega pomena pri delu v nevarnem okolju. 
Senzorji lahko med seboj in z napravami komunicirajo preko internetnih povezav (Wi-
Fi, 4G, 5G), povezave bluetooth, RFID ali NFC. Poleg same zaščite delov telesa pred 
nevarnostmi in tveganji, lahko uporabnika opozarja še na druge možne nevarnosti. 
Pridobljeni podatki se lahko shranijo v podatkovno bazo ali v »oblak«, kjer se pripravijo 
na nadaljnjo obdelavo. Opisali smo tudi primere uporabe osebne varovalne opreme, ki 
uporablja informacijsko tehnologijo ter primere izdelkov, ki so dostopni na trgu.   
Na začetku diplomskega dela smo predpostavili, da lahko takšna osebna varovalna 
oprema dodatno zmanjša število poškodb na delovnem mestu in bo v prihodnosti 
zamenjala tradicionalno osebno varovalno opremo. Po pregledu literature smo hipotezo 
potrdili in izpostavili nekatere opažene pozitivne in negativne vidike njene uporabe.  















Information technology and personal protective equipment 
Abstract: In this work we discuss personal protective equipment, which has its primary 
functions and is in addition exploiting the information technology, to monitor the 
environmental factors and user’s vital functions by embedded sensors. Such personal 
protective equipment can also transmit localization signals, which aids the monitoring of 
its use – it is possible to control the proper use of personal protective equipment and keep 
the in-time track of the user’s location, when he is in the dangerous environment. The 
sensors communicate with each other and other devices via various Internet connections 
(Wi-Fi, 4G, 5G), or bluetooth, RFID or NFC connection. Such personal protective 
equipment is able to warn and inform the user on potential hazards. The collected data 
can be stored in databases or in the »cloud«, where it is available ready for further 
processing and analysis. We also present some examples of using smart personal 
protective equipment. 
At the beginning of this thesis, we hypothesized that such personal protective equipment 
could reduce the number of workplace injuries and would in the future replace basic 
personal protective equipment. After reviewing the literature, we confirmed the 
hypothesis and presented some positive and negative aspects of its use. 
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Varno delovno okolje je ključnega pomena tako za delavca kot za delodajalca, zato 
varnosti pri delu dandanes posvečamo vse večjo pozornost. V vsakem delovnem okolju 
obstajajo različne nevarnosti. V primeru, ko nevarnosti ne moremo odstraniti in odpovejo 
tudi drugi ukrepi varovanja zdravja, se pojavi potreba po uporabi osebne varovalne 
opreme (OVO). OVO je torej zadnji izmed ukrepov za varovanje zdravja delavca na 
delovnem mestu, katerega namen je ublažitev posledic morebitne nesreče in jo mora 
zagotoviti delodajalec. Pod OVO štejemo vsako napravo ali pripomoček, ki jo delavec 
nosi oziroma uporablja pri delu in ga ščiti pred eno ali več hkrati nastopajočih 
nevarnosti [1]. 
Po podatkih Inšpektorata Republike Slovenije za delo [2] je bilo v letu 2017 
ugotovljenih kar 1395 nepravilnosti na področju zagotavljanja in uporabe OVO,  od tega 
kar 481 primerov,  kjer delavci OVO niso uporabljali, čeprav jim je bila le ta na razpolago. 
Glede na prejšnje leto se je število teh kršitev povečalo. Ugotovljeno je bilo, da v veliko 
primerih delodajalci, ki opremo priskrbijo ne preverjajo ali delavci opremo dejansko 
nosijo.  
Pravilna uporaba OVO pripomore k zmanjševanju nezgod pri delu in varovanju 
zdravja delavcev, ne zagotavlja pa popolne varnosti. To je mogoče še izboljšati. V 
sodobnem času smo priča hitremu razvoju informacijske tehnologije na vseh področjih in 
postaja vse pomembnejši dejavnik našega vsakdanjega življenja. Informacijska 
tehnologija (IT) zajema vse tehnologije prenašanja, zbiranja, shranjevanja in obdelovanja 
vseh vrst informacij. Z namenom, da bi zagotovili  nošenje ustrezne OVO,  spremljanje 
pogojev v delovnem okolju in obveščanje o nevarnih dogodkih, se je razvila vrsta idej, 










Namen tega diplomskega dela je raziskati novosti na področju osebne varovalne 
opreme. Želimo ugotoviti ali lahko s pomočjo informacijske tehnologije izboljšamo 
varnost pri delu z osebno varovalno opremo in če je to mogoče, na kakšen način.   
V diplomskem delu bom opisala različne načine kombinacije osebne varovalne 
opreme in informacijske tehnologije. Za boljše razumevanje delovanja takšne osebne 
varovalne opreme, bom najprej opisala načine medsebojnega brezžičnega povezovanja in 
komunikacije med napravami. Posebno pozornost bom posvetila uporabi senzorjev in 
navedla nekaj primerov osebne varovalne opreme z dodanimi senzorji, ter njihovo sestavo 
v omrežje IoT. Predstavila bom tudi načine za nadzorovanje nošenja osebne varovalne 
opreme, ki bi se z lahkoto lahko uporabljali v praksi. V drugem delu diplomskega dela pa 
bom na različnih primerih preučila uporabo z IT nadgrajene osebne varovalne opreme na 
delovnih mestih in sicer na gradbiščih, v gasilstvu in v rudarski industriji. V tem delu 
želim predstaviti tudi nekatere izdelke za ta delovna mesta, ki so dostopni na trgu.    
CILJI 
- Predstaviti ideje, s katerimi bi lahko rešili najpogostejše probleme, ki se 
pojavljajo v zvezi z uporabo OVO in pretehtati ali so te ideje smiselne. 
- Oceniti, kje bi kombinacijo osebne varovalne opreme in informacijske 
tehnologije najlažje uporabili.  
- Izpostaviti ugotovljene probleme, ki se pojavljajo pri  osebni varovalni opremi 
nadgrajeni z informacijsko tehnologijo.  
HIPOTEZE 
- Osebna varovalna oprema nadgrajena z informacijsko tehnologijo lahko 
dodatno zmanjša število poškodb na delovnem mestu. 
- Tradicionalno osebno varovalno opremo bo v prihodnosti zamenjala osebna 







3 SENZORJI IN NOSLJIVA TEHNOLOGIJA NA 
PODROČJU OVO 
Pojem nosljiva tehnologija (angl. wearable technology) zajema vse elektronske in 
računalniške naprave, ki so vgrajene v oblačila ali druge dodatke, ki se jih lahko nosi na 
telesu. Te nekatere naprave imajo zelo podobne funkcije, kot jih imajo mobilni telefoni 
in računalniki, ter se lahko uporabljajo za merjenje različnih parametrov s pomočjo 
vgrajenih senzorjev. Veliko izmed teh naprav se lahko sinhronizira z računalnikom preko 
internetne ali druge povezave. Primeri nosljivih tehnologij so »pametne« ure, športne ure, 
»pametne«  tkanine, »pametna«  očala, Fit zapestnice ipd. [3]. Takšne ure trenutno sodijo 
med masovno uporabljene naprave iz sklopa nosljive tehnologije v vsakdanjem življenju 
in katere je zato najbolj smiselno uporabiti v delovnem okolju. Senzorji, ki so vgrajeni v 
takšne ure so največkrat merilniki pospeška, žiroskopi, senzorji svetlobe, magnetni 
senzorji in merilniki srčnega utripa. Takšne ure lahko uporabimo samostojno za merjenje 
različnih parametrov ali pa tudi kot pripomoček ali dodatek k OVO, saj imajo možnost 
prikazovanja različnih podatkov na zaslonu.  [4].  
Senzorji so lahko vgrajeni tudi direktno v kose OVO, kar delavcem ne dodaja dodatne 
opreme. Uporaba senzorjev ponuja številne možnosti za identifikacijo in nadzorovanje 
nevarnih situacij in preprečevanja tveganja. V uporabi so različni senzorji, ki imajo 
sposobnost zaznavanja in merjenja tako okoliških  dejavnikov (hrup, sevanje, visoka ali 
nizka temperatura ipd.), kot tudi spremljanje zdravstvenega stanja delavca – vitalnih 
funkcij (srčni utrip, telesna temperatura, povišana frekvenca dihanja ipd.). OVO z 
vgrajenimi senzorji poleg osnovne zaščite ponuja tudi koristne informacije o pojavih 
nevarnosti [2]. Senzorji, ki so vgrajeni v kose OVO, so majhni po velikosti, fizično 
nemoteči, porabijo malo energije in so poceni [5]. Na ta način se najbolj pogosto 
uporabljajo: 
- plinski senzorji, katerih namen je zaznavanje prisotnosti in koncentracije škodljivih 
in vnetljivih plinov ali nizke raveni kisika v prostoru, 
- prašni senzorji, ki zaznavajo koncentracijo prahu v zraku, 
- dimni senzorji, 
- zvočni senzorji, ki zaznavajo raven hrupa v delovnem okolju, 
- temperaturni senzorji, ki zaznavajo visoke ali nizke temperature, 
- senzorji premika, za meritve hitrosti pospeškov, rotacije ipd., 
- infrardeče kamere, ki pomagajo v primeru slabše vidljivosti in nudijo termografski 
pregled okolice, 
- HD kamere, ki zagotavljajo posnetke v visoki ločljivostji in 
- merilniki zdravstvenega stanja, ki spremljajo srčni utrip, telesno temperaturo ipd. ter 
lahko pokažejo ali je uporabnik preobremenjen [6]. 
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3.1 Osnovni načini brezžičnega povezovanja in komunikacije 
komponent 
Za povezovanje naprav med seboj lahko uporabimo različne načine povezovanja. Ti 
se med seboj razlikujejo v dosegu signala, hitrosti prenosa podatkov, porabi električne 
energije ipd. Za uporabo naprav informacijske tehnologije na področju osebne varovalne 
opreme je najbolj smiselno uporabiti brezžično povezovanje, saj to omogoča enostavno 
premikanje naprav po prostoru in dodajanje novih naprav v sistem (prilagodljivost). 
Seveda pa je potem potrebno paziti na to, da je delovni prostor ustrezno pokrit z 
brezžičnim signalom. Za potrebe vgrajevanja informacijske tehnologije v osebno opremo 
so najbolj ustrezni naslednji načini brezžičnega povezovanja: 
WI-FI (angl. wireless fidelity) je standard brezžične povezljivosti, ki vključuje 
družino standardov IEEE 802.11. Ti se med seboj v glavnem razlikujejo po hitrosti 
prenosa podatkov, vsi pa so brezžični in kot medij prenosa podatkov uporabljajo zrak. 
Najpogosteje pokrivajo frekvenčni pas 2,4 in 5 GHz. Razlike med tema dvema 
frekvencama sta v hitrosti in pokritosti teritorija s signalom. Naprave med seboj 
komunicirajo s pomočjo omrežne naprave imenovane usmerjevalnik (angl. router). 
Naprave se najprej povežejo z usmerjevalnikom preko brezžičnega omrežja, nato pa se 
ves promet med njimi usmerja preko te naprave. V našem primeru se Wi-Fi povezava 
uporablja v obsegu povezovanja telefona s storitvami v tako imenovanem »oblaku«, kjer 
pa se nad podatki izvedejo nadaljnje operacije, kot bo to pojasnjeno v podpoglavju 3.3.  
BLUETOOTH: je standard za brezžični prenos podatkov med različnimi napravami. 
Deluje na kratkih razdaljah in za prenos uporablja visok frekvenčni pas radijskih valov. 
Obstaja več razredov standarda, ki se razlikujejo po hitrosti prenosa podatkov, porabi 
električne energije in pokritosti teritorija s signalom. Pri implementaciji moramo tako 
izbrati najprimernejšega. Sodobna različica tehnologije je bluetooth 5, ki je bila 
zasnovana s ciljem kompatibilnosti z omrežjem IoT, ki bo kasneje predstavljena v 
podpoglavju 3.3.  Glavne izboljšave med drugim vključujejo tudi dvakratna hitrost 
prenosa podatkov z omejenim dosegom in štirikratni doseg z omejeno hitrostjo prenosa 
podatkov glede na prejšnjo različico. Dodana je tudi možnost lokacijske navigacije 
bluetooth naprav z nizko porabo energije, in še veliko drugih koristnih funkcij. 
Osnovna funkcija RFID (RFID- Radio frekvenčna identifikacija) tehnologije: 
funkcija RFID tehnologije je prepoznavanje in lociranje komunikacijskih (senzoričnih) 
enot s pomočjo prenosa podatkov. Preko radijske frekvence se vzpostavi povezava med 
odzivniki in čitalcem, kar omogoča prenos in zbiranje podatkov v realnem času [7].  
Sistem je sestavljen iz treh komponent: čitalca RFID, antene RFID in odzivnik RFID 
(angl. RFID tag). Čitalec RFID preko antene oddaja elektromagnetne valove pri določeni 
frekvenci in prebere podatke, ki so zapisani v odzivniku (če je le ta v območju dosega). 
Čitalec nato pošlje podatke v računalnik, kjer se lahko nadaljnje obdelujejo [8].  
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Odzivniki RFID so sestavljeni iz antene, ki oddaja in sprejema signale in čipa 
RFID (integriranega vezja), ki vsebuje podatke o identifikaciji.  Odzivnike RFID delimo 
na aktivne in pasivne. Aktivni odzivniki imajo baterijo za lastno napajanje, medtem ko 
pasivni odzivniki pridobijo energijo radijskih valov preko antene, ki jih oddaja čitalec. 
Odzivniki RFID se dobijo v različnih oblikah. Lahko so v obliki kartic, nalepk, vložkov 
obeskov, itd.  
Tehnologija RFID je standardizirana za pet različnih frekvenc, kot je to prikazano 
v tabeli 1.  Frekvenca RFID predstavlja število radijskih valov, ki iznihajo v časovni enoti, 
kot je to prikazano na sliki 1. Višja kot je frekvenca hitrejši je prenos podatkov med 
oddajnikom in sprejemnikom in deluje na daljšo razdaljo [9] . 
Tabela 1: Tipične frekvence RFID [9]. 
Tip frekvence Območje delovanja Razdalja 
Nizka frekvenca (LF) - 135 
kHz 
Kratke razdalje 0,5 m 
Visoka frekvenca (HF) -
13,56 MHz 
Kratke razdalje 3 m 
Ultra visoka frekvenca 
(UHF) – 869 MHz 
Kratke in daljše razdalje 9 m 
Mikrovalovna frekvenca 
(MW) – 2,4 GHz 
Daljše razdalje 15 m 
Mikrovalovna frekvenca 
(MW) – 5,8 GHz 




Slika 1: Shematski prikaz radijskih valov.  
 
Tehnologija NFC (angl. near field communication) je novejša in natančnejša oblika RFID 
tehnologije, ki deluje na maksimalni razdalji 10 centimetrov. Tako kot RFID tudi 
tehnologija NFC uporablja radijske valove za sledenje in prenos podatkov med dvema 
napravama v razmaku nekaj centimetrov. Za to je potrebna vsaj ena oddajna naprava in 
vsaj ena naprava za sprejem signala. Pasivne naprave NFC lahko pošiljajo informacije 
ostalim napravam NFC in ne potrebujejo lastnega vira napajanja. Namesto tega se 
napajajo s pomočjo elektromagnetnega polja, ki ga proizvaja aktivna naprava NFC.  
Vendar pa le te niso namenjene obdelovanju podatkov in se ne povezujejo z ostalimi 
pasivnimi komponentami. Aktivne naprave pa  lahko prejemajo in pošiljajo podatke 
drugim aktivnim in pasivnim napravam. Frekvenca za prenos podatkov preko NFC je 
13,56 MHz. Podatki se lahko pošljejo s hitrostjo 106, 212 ali 424 kilobitov na sekundo. 
Prednost tehnologije NFC je, da se lahko uporablja za shranjevanje podatkov, odpiranje 
spletnih strani in mobilnih aplikacij [10,11,12]. 
KODA QR: (angl. quick responce) je dvodimenzionalna različica črtne kode, ki se lahko 
prebere oziroma skenira s pametnim telefonom preko kamere.  Koda QR je sestavljena iz 
niza kvadratkov, iz katerih je na primeru mogoče prebrati informacije s pomočjo 
aplikacije na mobilnem telefonu ali drugega podobnega čitalnika. Koda QR lahko shrani 
do 7089 numeričnih znakov, 4296 alfanumeričnih znakov ali pa vsebujejo internetni 
naslov za podatkovno bazo, ki hrani veliko količino podatkov. Mobilna aplikacija skenira 
in pretvori kodo v binarno in tako  prikaže informacije ali izvede programiran ukaz, kot 
na primer odpiranje spletne strani [13,14].   
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3.2 Primeri osebne varovalne opreme z vgrajenimi senzorji 
V OVO lahko vgradimo različne senzorje. Izbira senzorjev se razlikuje od potrebe 
delavca na delovnem mestu. Obstaja široka paleta različnih senzorjev, ki pa za uspešno 
delovanje morajo imeti možnost povezave bluetooth ali povezave preko interneta (Wi-Fi, 
4G, 5G, itd.) in morajo biti združljivi z ostalimi IT komponentami na OVO. 
Na trgu so tako dostopne  različne »pametne« zaščitne čelade (angl. smart hard hat), 
ki imajo vgrajene senzorje in  komponente IT, ki skupaj s centralno procesno ploščo 
omogočajo obveščanje delavca in njegovega nadzornika, če se pojavi nevarna situacija. 
Takšne čelade se lahko uporabljajo za delo v zaprtih prostorih in na prostem, ter imajo 
ažurne informacije o nevarnosti na delovišču. Poleg same zaščite glave pred udarci in 
poškodbami posredujejo delavcu še informacije o morebitnih okolijskih nevarnostih, kot 
so na primer utesnjeni prostori, visoka temperatura, škodljivi plini, hrup, ipd., ki jih 
zaznavajo s pomočjo senzorjev, kot je to shematsko prikazano na sliki 2 [12].  Poleg 
senzorjev za merjenje škodljivih dejavnikov, čelade lahko vsebujejo tudi vgrajene kamere 
za snemanje in SD kartico, na kateri se ti podatki shranjujejo. Lahko tudi omogočajo 
pošiljanje avdio in video podatkov v realnem času na strežnik, več smerno komunikacijo 
in lociranje (sistem za sledenje GPS). Čelada mora v takšnem primeru vsebovati lasten 
vir energije v obliki baterije, ki se lahko ponovno napolni ali zamenja, in mora zagotoviti 
napajanje za delovanje naprave za vsaj eno delovno izmeno [15]. 
 






Druga kategorija osebne varovalne opreme z vgrajenimi senzorji so »pametna«  očala 
(angl. smart glasses). Takšna očala ščitijo oči pred različnimi mehanskimi, toplotnimi, 
kemičnimi, svetlobnimi in drugimi nevarnostmi, tako kot običajna varovalna očala, le da 
imajo še dodatne funkcije. Pogosto se jih omenja v navezavi z izrazom – razširjena 
resničnost AR (angl. augmented reality), kar pomeni bogatenje pogleda resničnega sveta 
z dodatnimi informacijami.  »Pametna« zaščitna očala so računalniška očala, ki lahko 
uporabniku na zaslonu, v njegovem vidnem polju, prikažejo informacije (npr. besedilne, 
grafične, video). Uporabnik ima možnost dostopanja  do načrtov, navodil in ostale 
dokumentacije v trenutku, ko to potrebuje (npr. do digitalnih priročnikov). Nekatere 
praktično zelo uporabne funkcije so tudi povečava podrobnosti, skeniranje QR kod, 
merjenje pospeška, žiroskop ipd.. Slika 3 prikazuje, da imajo lahko takšna očala vgrajeno 
tudi HD kamero, ki ima možnost snemanja videa in slik, ter mikrofon za avdio ali video 
komunikacijo z oddaljenimi sodelavci. Dodano imajo lahko tudi infrardečo kamero za 
termografski pregled predmetov ali okolice in podobne druge funkcije. Tako kot 
nadgrajena zaščitna čelada, tudi očala zahtevajo svoj vir energije v obliki baterije [16,17]. 
 
Slika 3: Shematski prikaz različnih senzorjev, ki se običajno vgrajujejo v  zaščitna 
očala. 
Tudi za zaščito telesa lahko uporabimo z informacijsko tehnologijo nadgrajeno OVO, 
v obliki zaščitnega jopiča, zaščitnih hlač, zaščitne halje, ipd., ki nas varuje pred različnimi 
mehanskimi, kemičnimi, fizikalnimi, biološkimi in drugimi nevarnostmi. Takšne 
tekstilije so sposobne zaznati in se odzvati na okolijske spremembe. Delimo jih na pasivne 
in aktivne. Pasivne tovrstne tkanine lahko spremenijo svoje lastnosti glede na pogoje v 
okolju (npr. postanejo hladne na visokih temperaturah). V kategorijo pasivnih tekstilov 
pa spadajo materiali z oblikovnim spominom, hidrofilni in hidrofobni tekstili itd.  Na 
splošno je takšna zaščitna obleka tekstilni izdelek z integriranimi dodanimi senzorji in 
antenami in spada v kategorijo aktivnih tkanin. Te največkrat vključujejo senzorje 
srčnega utripa in drugih vitalnih funkcij na notranji strani tkanine in merjenje okolijskih 
dejavnikov na zunanjem delu tkanine-zunanja temperatura, jakost svetlobe, kakovost 




Slika 4: Primer pametne zaščitne obleke [21]. 
Primer napredne OVO je tudi nadgrajena zaščitna obutev. Delavci nosijo zaščitne 
čevlje, da jih varujejo pred zunanjimi poškodbami. Z IT podprta obutev pa uporablja 
vložke s čipi, ki lahko zaznajo in ocenijo nevarne situacije npr. nevarnost zdrsa. Imajo 
lahko vgrajene senzorje gibanja (meritve razdalje, števila stopnic, porabljenih kalorij 
ipd.), senzorje za odkrivanje vibracij, senzorji za odkrivanje nevarnega položaja telesa, 
ipd. Odkrivajo stopnjo utrujenosti z biomehansko analizo korakov in aktivnosti, ter 
opozorijo, ko je dosežena nevarna stopnja utrujenosti. Takšna obutev pa ima tudi možnost 
podajanja obvestil, kadar ni pravilno uporabljena oziroma je že izrabljena in ni več 
primerna za uporabo [22,23].  
Poleg opisanih primerov napredne OVO obstaja še veliko drugih: z IT nadgrajeni 
respiratorji, naušniki, rokavice itd.   
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3.3 Uporaba senzorjev in omrežja IoT na področju OVO 
V kolikor med seboj povežemo vse senzorje in naprave (pametni telefoni, pametne 
ure, računalniki, ipd.) lahko govorimo o tako imenovanem »internetu stvari« (angl. 
internet of things; IoT).  IoT je omrežje, ki vsebuje fizične objekte z vgrajeno 
informacijsko tehnologijo, kot so programska oprema, senzorji ter omrežna povezava za 
zbiranje in izmenjavo pridobljenih podatkov. [6] Za prenos podatkov med senzorjem in 
napravo sta najbolj primerna standarda bluetooth in Wi-Fi. Ta v praksi največkrat 
povezujeta naprave v IoT.  
Za naše potrebe bi za prenos podatkov med senzorjem in napravo uporabili 
protokol bluetooth, za prenos podatkov iz naprave v oblak pa protokol Wi-Fi. Slednji za 
prenos podatkov med senzorjem in napravo ni najprimernejši saj zahteva dosegljivost 
usmerjevalnika, ki mora pokriti vse naprave IoT, kar je problem, če se delavec znajde na 
nepokritem območju. Podobno bi bil promet preko usmerjevalnika v takšnem primeru 
povečan, ker bi lahko veliko delavcev z veliko senzorji omejilo prepustnost takega 
omrežja.  
 
Slika 5 shematsko prikazuje diagram za komunikacijo med napravami in shrambo 
podatkov v oblaku (angl. cloud computing). Sistem zbira podatke o škodljivih vplivih v 
realnem času (merjenih preko senzorjev na OVO) in jih preko povezave bluetooth pošlje 
na mobilni telefon. Ta jih nato s pomočjo posebne aplikacije shrani v lokalno podatkovno 
bazo in jih preko povezave Wi-Fi pošlje v shrambo na lokalni strežnik ali v oblak [6].  
Računalništvo v oblaku je možnost dostopa do storitev, ki največkrat omogočajo 
rabo strojne opreme ponudnika teh storitev. Največkrat se tukaj uporablja shramba 
podatkov v oblaku, kar pomeni povezljivo strojno opremo, na kateri se hranijo podatki. 
Takšni podatki so v lasti ponudnika storitev. Prednost take storitve je v tem, da lahko 
uporabnik do podatkov dostopa kjerkoli ima možnost povezave z internetom, prav tako 
pa mu ni potrebno skrbeti za vzdrževanje strojne opreme. Druge storitve v oblaku 
vključujejo tudi računsko zahtevne operacije, za katere je lahko potrebna specializirana 
strojna oprema. Primer tega so storitve z umetno inteligenco, storitve za prevajanje, 
shranjevanje baz podatkov itd. Med bolj znanimi ponudniki storitev so Google s svojimi 
Google Cloud Services in Amazon z Amazon Web Services. Prednosti takih storitev so 
nizka cena, nekatere storitve so do določene meje celo brezplačne (Google Cloud 
Services), dostopnost in enostavnost vzpostavitve delujočega sistema. Težavo pa 
predstavlja shranjevanje in pošiljanje podatkov ponudniku teh storitev. Ker podatki niso 
shranjeni lokalno na nekem strežniku, temveč pri ponudniku so ti lahko bolj ranljivi. V 
primeru, da ponudnik ni zaupanja vreden, ni dovolj dobro poskrbel za varnost podatkov 
ali pa te podatke namerno posreduje tretjim osebam, se tukaj lahko pričakuje težave. Pride 
lahko do izgubljenih, ukradenih ali spremenjenih podatkov. To težavo lahko odpravimo 
tako, da podatke shranjujemo na svojem strežniku, je pa taka rešitev v praksi dražja in 




Slika 5: Shematski prikaz sestave IoT omrežja in senzorjev v OVO. 
Shranjeni podatki se lahko kasneje ali pa kar sočasno analizirajo in se na podlagi 
rezultatov izvedejo ustrezni ukrepi s strani človeških operaterjev. Podatkovna analiza v 
realnem času (angl. real-time) alarmira delavca ob prihodu v nevarno območje in tudi 










4 NADZOR UPORABE IN IZBIRA OVO S POMOČJO 
TEHNOLOGIJE 
Velik problem lahko nastane kadar delavci ne uporabljajo OVO (namenoma ali ne 
namenoma) ali jo uporabljajo neustrezno. Največkrat se nadzor nošenja OVO izvaja s 
pomočjo človeškega operaterja, ki to preveri vizualno. Ta rešitev ni učinkovita, saj ne 
omogoča enostavnega spremljanja uporabe OVO v realnem času. Za rešitev tega 
problema lahko poskrbijo naprave, ki so vgrajene v OVO in lahko določijo prisotnost in 
lokacijo [7]. Glavni in najučinkovitejši lokacijski sistemi za nadzorovanje nošenja OVO 
običajno delujejo preko RFID ali bluetooth tehnologije. 
4.1 RFID tehnologija 
Ena izmed široko uporabljenih tehnologij v vsakdanjem življenju , ki se lahko tudi 
uporablja v namen nadzora uporabe OVO je tehnologija RFID. Prednosti tehnologije 
RFID so nizka cena, nizka poraba energije, enostavna uporaba, je nemoteča za nošenje in 
je zanesljiva [14]. Delavci morajo le nositi OVO na katero so pritrjeni odzivniki RFID. 
Namen senzorjev je sposobnost signalizirati prisotnost OVO na telesu in njeno pravilno 
uporabo. Zaznati prisotnost OVO je dokaj enostavno, med tem ko preveriti njeno pravilno 
uporabo pa običajno predstavlja večje težave [9].   
Izbira najprimernejšega odzivnika je odvisna od pogojev v delovnem okolju. 
Odzivniki imajo lahko tudi posebne funkcije, kar nam omogoči delo v posebnih 
razmerah: odpornost proti ekstremnim temperaturam (V okoljih z visokimi (do 250°C) in 
nizkimi (do -50°C) temperaturami), možnost montaže na kovino, možnost vgraditve v 
različne elemente, odpornost na udarce, odpornost na vibracije, odpornost na UV žarke, 
certifikat ATEX (odzivniki so odobreni za uporabo v okoljih z eksplozijsko atmosfero), 
odpornost na kemikalije, vodoodpornost in odpornost na umazanijo in prah, visok 
pomnilnik ipd. Nalepke in vložki so v splošnem bolj omejeni kot trdi odzivniki, kar 
pojasnjuje njihovo razliko v ceni. Pomembna pa je tudi velikost odzivnika, saj imajo 
majhni odzivniki tudi majhne antene, kar pomeni krajši doseg in bolj omejeno območje 
njihovega delovanja. Doseg se lahko poveča, ko se poveča velikost odzivnika [8]. 
Izmed frekvenc, ki so bile pojasnjene v poglavju 3.1, bi bilo najboljše za ta sistem 
uporabiti ultra visoke frekvence (UHF), saj človeško telo in predmeti dobro absorbirajo 
mikrovalovne frekvence (MW). Takšna absorpcija prestavlja omejitve uporabe, saj so v 
našem primeru senzorji pritrjeni na OVO, ki se nosi na telesu, nekatera dela pa se 
opravljajo tudi v notranjih prostorih, kjer je lahko veliko predmetov in sten. Slabost nizkih 
in visokih frekvence pa je, da imajo območje delovanja omejeno na kratke razdalje [9].  
Aplikacije RFID običajno ne vključujejo možnosti branja drugih podatkov, razen 
kode oznake RFID, kar predstavlja težavo za zagotovitev pravilne uporabe OVO. S 
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brezžično platformo za identifikacijo in zaznavanje WISP (angl. wireless identification 
and sensing platform) pa lahko vključimo v sistem še senzorje, s katerimi ugotovimo ali 
je OVO uporabljena pravilno. Platforma WISP je tehnologija RFID kombinirana s 
senzorji, ki jih napajajo in neposredno berejo čitalci UHF RFID. WISP uporablja 16-bitni 
mikrokrmilnik za zaznavanje in računanje, ki deluje na osnovi energije, ki jo prejmejo od 
radijskih valov. Senzorji, ki so vključeni v platformo WISP lahko zaznavajo temperaturo, 
svetlobo, napetost in pospešek (za določevanje orientacije predmeta). Mikrokrmilnik nato 
razbere podatke senzorjev in sporoči podatke čitalcu [9].  
Na sliki 6 so prikazani odzivniki RFID vgrajeni v OVO. 2 odzivnika sta 
nameščena v čevlje, eden v zaščitni jopič in eden odzivnik WISP s senzorji na čeladi. 
Običajni odzivniki RFID potrdijo prisotnost OVO, ostale podatke priskrbijo senzorji 
modula WISP, ki potrdijo pravilen uporabo čelade oz. vodoraven položaj čelade.  
  
 
Slika 6: RFID odzivniki nameščeni na OVO [3]. 
Ta sistem uporablja vrata RFID, ki so nameščena v delovnem okolju. Vrata so 
povezana s čitalci, preko katerih se identificira prisotnost OVO, se prebere informacije 
pridobljene od senzorjev, in se jih shrani v podatkovne baze. S spremljanjem podatkov v 
podatkovni bazi lahko operater ali programska oprema poda obvestilo o manjkajoči OVO 




4.2 Tehnologija NFC in kode QR 
Na delovnem mestu lahko uporabimo tudi kode QR ali tehnologijo NFC za 
zagotavljanje varnosti in zdravja delavcev pri delu na veliko različnih načinov. Kode QR 
so lahko izobešene na celotnem delovnem mestu z namenom, da delavci s mobilnim 
telefoni dostopajo do vseh informacij o nevarnostih na delovnem mestu. Na ta način lahko 
delavec ali obiskovalec s skeniranjem kode QR, na vstopu na delovno mesto ali pri delu 
z določeno delovno napravo oz. strojem, pridobi informacije o zahtevani OVO in njeni 
pravilni uporabi. Ob skeniranju se tako na pametnem telefonu lahko odpre spletna stran, 
na kateri je zapisan seznam OVO, ki je zahtevana za to delovno mesto, opis njene pravilne 
uporabe, video prikaz ipd. Ta metoda je še posebno uporabna za delavce, ki med delovnim 
časom pogosto zamenjajo prostor in posledično OVO. Enako se lahko doseže z uporabo 
tehnologije NFC, le da v slednjem primeru ne gre za skeniranje ampak je le potrebno 
približati pametni telefon do oznake NFC [14].   
Pomembno je, da delavec nosi OVO primerne velikosti (npr. velikost čelade mora 
ustrezati velikosti glave). Da se zagotovi, da delavec nosi svojo opremo in ne pride do 
izmenjave opreme med delavci, se lahko namesti kodo QR v obliki nalepke na kos OVO 
(npr. na zaščitno čelado), ki vsebuje naslov spletne strani. Spletna stran vsebuje osebni 
profil delavca, na katerem so lahko identifikacijski podatki, opravljena usposabljanja, 
zdravstveni podatki, podatki o OVO itd., kot je to prikazano na sliki 7.  
 




4.3 Tehnologija bluetooth oddajnikov 
Za zagotavljanje nošenja ustrezne OVO za opravljanje točno določene naloge pa 
lahko skrbi tudi varnostni sistem. Sistem v teoriji deluje tako, da nadzoruje prisotnost 
OVO s pomočjo mobilne aplikacije, ki sprejema signale brezžičnih oddajnikov (angl. 
beacon), pritrjenih na kose posamezne OVO, kot je to prikazano na sliki 8. Oddajniki so 
majhni senzorji, ki s pomočjo povezave bluetooth oddajo signal na pametno napravo. 
Območje delovanja brezžičnih oddajnikov običajno sega od 1 m do 70 m. Tudi ta sistem 
je izdelan tako, da lahko delektira prisotnost OVO tekom celotnega delovnega opravila 
[5].  
Mobilna aplikacija na mobilnem telefonu ali »pametni« uri registrira oddane 
brezžične signale in identificira prisotno OVO. Za boljše delovanje varnostnega sistema 
morajo biti brezžični oddajniki pritrjeni tudi na posamezne delovne postaje kateri 
oddajajo signal za določitev potrebne OVO. Naprava na koncu izpiše seznam OVO, ki se 
zahteva za to postajo (preko oddajnikov na delovnih postajah) in seznam ugotovljene 
OVO, ki jo nosi delavec (preko oddajnikov na OVO). Naprava preveri ujemanje in poda 
obvestilo o ustreznosti ), kot je to prikazano na sliki 8. Pri čemer znak  »✔« pomeni, da 
je bil kos OVO zaznan, znak »❌« pa, da ni bil najden [5].  
 
Slika 8: Prikaz ugotovljene OVO na pametni uri.( Povzeto po ref. [5]). 
Vsak oddajnik nameščen na kosu OVO ali na posamezni delovni postaji mora 
imeti svoj identifikator. Varnostni sistem tako zagotavlja, da vsak delavec nosi svojo 
opremo pravšnje velikosti za točno določeno delovno postajo in ne dopušča izmenjave 
OVO med delavci kar bi ogrožalo varnost [5]. 
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5 PRIMERI UPORABE Z IT NADGRAJENE OVO NA 
DELOVNEM MESTU 
5.1 Gradbišča  
Gradbišča veljajo za ena izmed najnevarnejših delovnim mest, saj tam pogosto 
pride do nezgod s smrtnim izidom. Delo na gradbišču lahko poteka ob prisotnosti 
nevarnih snovi, nevarnosti električne energije, visoke ravni hrupa, padajočih predmetov 
ipd. Da bi zagotovili zdravo in varno delovno okolje za gradbene delavce, je potrebno 
upoštevati varnostne predpise. Ti opisujejo dolžnosti izvajalcev na gradbiščih, vključno 
z uporabo OVO. Ob vstopu na gradbišče morajo vse osebe nositi varovalno čelado, če 
obstajajo nevarnosti poškodbe glave zaradi kakršnegakoli razloga. Nevarnosti poškodbe 
glave pa so skoraj vedno prisotne na gradbišču.  
Na gradbiščih lahko uporabimo vse opisane informacijske tehnologije. Najcenejša  
rešitev za nadzor uporabe OVO na gradbišču je vsekakor nadzor uporabe s pomočjo 
tehnologije RFID.  Prisotnost OVO, preko odzivnikov RFID, lahko preverimo že ob 
vstopu na gradbišče s vrati RFID, ne ponuja pa spremljanja v realnem času. Oznake RFID 
ponujajo tudi možnost detekcije delavcev, ko delajo na določenem stroju. Delavci na tleh 
so označeni s pasivnimi RFID oznakami v jopičih ali na čeladah, ter stroj z anteno 
oziroma bralnikom. Ko delavec, ki nosi odzivnik na OVO prične delo na stroju ali pride 
v njegovo bližino, sistem opozori operaterja z avdio ali vizualnim pozivom. Po odkritju 
operater aktivira zunanji alarm, ki opozori delavce na tleh. Tako lahko preverimo najprej 
ali delavec nosi potrebno opremo ob delu na stroju in nato opozori delavca, da se nahaja 
v nevarnem območju. Prednost tega sistema je, da opozarja le na prisotnost ljudi in ne 
naključnih ovir. Lažna opozorila pri sistemih za zaznavanje ovir so namreč dokaj pogosta 
in se jih operator nauči prezreti. Ta sistem tako zmanjša tudi število lažnih alarmov [25]. 
Posebej za delo na gradbišču je bila razvita nosljiva naprava Spot-r Clip, ki zamenja 
oznake RFID. Spot-r Clip je značka (senzor IoT),  ki jo delavec namesti na pas in služi 
za vstop in  identifikacijo delavca.  Značka se sinhronizira s profilom delavca na nadzorni 
plošči Spot-r, preko katere nadzorniki lahko nadzorujejo, kje je kdo in ali ima dovoljen 
dostop do delovišča. Poleg profila delavca in lokacijo ponuja še obvestila o varnosti v 
realnem času, odkrivanje padcev in alarme za evakuacijo. Sistem prepozna padec z 
identifikacijo naglih in večjih sprememb višine in opozori odgovorno osebo. Nas ta način 
lahko tudi prepozna skoke z višine, ki predstavljajo tvegano vedenje. Nadzorna plošča na 
oblaku omogoča nadzornikom ogled in analizo gradbenih operacij kadarkoli, tudi v 
realnem času [26].  
Vedno bolj pogosto pa je tudi nadzorovanje delavcev na gradbiščih s pomočjo 
nameščenih kamer (kamere s pretočnim predvajanjem ali časovnim zamikom). Kamere 
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so lahko koristne tako za spremljanje dejavnosti na gradbiščih, kot tudi zagotavljanje 
varnosti delavcev ali za preiskavo nesreč na gradbišču. Zasnovan je bil avtomatski video 
sistem, zgolj za preverjanje nošenja zaščitne čelade na gradbiščih, saj je uporaba le te 
najbolj pogosta. Kamera prepozna najprej delavca in nato zaščitno čelado. Po zaznavi 
človeškega telesa in zaščitne čelade kamera odkrije ali se ujemata, kot je prikazano na 
sliki 9. Če kamera zazna delavce brez zaščitne čelade poda obvestilo odgovorni osebi za 
varnost prisotni na gradbišču.  Ta sistem dokazuje, da je mogoče nadzorovati več oseb 
hkrati, tudi če ne nosijo senzorjev ali oznak, vendar je ta sistem nekoliko manj zanesljiv, 
saj niso vse zaznave pravilne. [27].  
 
Slika 9: Prikaz avtomatskega video sistema [27]. 
5.2 Gasilstvo 
Tudi gasilci se pri svojem delu soočajo z različnimi nevarnostmi. Ob gašenju požara 
lahko utrpijo lažje poškodbe, lahko pa privede tudi do poškodb s smrtnim izidom. Zaradi 
narave dela in delovnega mesta, v katerem opravljajo svoje delo je pomembno, da imajo 
zagotovljeno najboljšo OVO. Gasilci uporabljajo veliko različne OVO, saj je to edina 
zaščita med nevarnim okoljem in gasilcem. Njena izbira se razlikuje glede na tip 
intervencije katero opravljajo [28].  
V splošnem je osnovna OVO gasilca za gašenje požarov sestavljena iz gasilske 
čelade, zaščitne obleke, dihalnega aparata, rokavic in čevljev. Uporaba senzorjev, za 
merjenje zunanjih dejavnikov, vgrajenih v osnovno OVO gasilca, lahko pripomore k 
zmanjševanju nevarnosti in tveganj pri njegovem delu. Gasilci se pri gašenju požara 
srečujejo z visoko temperaturo v prostoru, nizko koncentracijo kisika, visoko 
koncentracijo škodljivih plinov, prahu in dima ipd. Senzorji, ki so vgrajeni v zaščitno 
obleko lahko gasilca opozorijo o teh nevarnih pojavih, zaradi česar je gasilec bolj pozoren 
na le te in lahko posreduje informacije ostalim ali zapusti nevarno območje, v kolikor ni 
ustrezno zaščiten. Senzorji za merjenje vitalnih funkcij pa gasilca in vodjo intervencije 
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obvestijo o stopnji njegove obremenjenosti. V primeru, da so njegovi vitalni znaki šibki 
ali pride do poškodbe lahko ostali člani ekipe preko lokacijske funkcije določijo, kje se 
točno nahaja poškodovan gasilec in mu hitreje priskočijo na pomoč. Ročna radijska 
postaja za medsebojno komunikacijo med gasilci lahko tudi predstavlja oviro in jo lahko 
zamenja mikrofon vgrajen v zaščitno čelado. Prav tako, lahko ročne gasilske svetilke 
zamenja čelada na katero so vgrajene luči LED, kar gasilcu razbremeni roke in pomaga 
pri reševanju oseb.  
Razširjena resničnost je lahko pomemben dejavnik v prihodnosti gasilstva. S 
pomočjo pametnih očal ali pametnega vezirja gasilci lahko pridobijo več informacij o 
dogajanju požara. Zanimiva je kombinacija očal AR in dronov. Gasilec lahko preko 
vgrajene kamere na dronu in uporabo očal AR spremlja zunanje dogajanje požara stavbe, 
kar mu nudi veliko informacij in pripomore k gašenju. Preko dronov tudi je lažje in 
hitrejše ugotoviti kam poslati gasilce in na kateri del stavbe naj se osredotočijo.   AR očala 
ali vezirji lahko nudijo tudi termografski pregled okolice. Tako gasilci ne potrebujejo več 
ročnih termo kamer, ki lahko predstavljajo oviro pri delu in je odpravljen problem 
prenašanja dodatne opreme [29]. 
Razvita je bila tudi čelada C-THRU, ki temelji na tehnologiji AR in je namenjena 
gasilcem za iskanje in reševanje. Čelada združuje številne tehnologije, kot so projekcijski 
zaslon, optična termična kamera, računalništvo v oblaku, selektivno aktivno 
odstranjevanje hrupa in odkrivanje, identifikacija in lokacija predmetov. Čelada tako 
omogoča natančen pregled okolice v gostem dimu z detekcijo robov, kot je prikazano na 
sliki 10.  Pogosto pri delu gasilca komunikacija znotraj ekipe predstavlja težavo. Čelada 
uporablja funkcijo odpovedi selektivnega aktivnega hrupa, ki izboljša komunikacijo med 
člani ekipe, ojača zvoke žrtev in  zvoke kot so, na primer, pokanje zidov in rušenje [30].  
 
Slika 10: Prikaz čelade C-THRU [30]. 
Pri poklicu gasilca je ključna tudi dobra fizična pripravljenost. Za izboljšanje ali 
vzdrževanje dobre fizične kondicije se morajo gasilci udeleževati treningov za telesno 
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pripravo. Spremljanje podatkov o izmerjeni stopnji obremenjenosti pri dejanskem delu  
lahko lažje izboljša tudi gasilske treninge in meri posameznikov napredek. Podatki 
povedo kateri gasilci niso dobro pripravljeni in potrebujejo trening.  Najbolj učinkoviti 
so treningi, pri katerih gasilci nosijo svojo OVO. OVO gasilca ima določeno težo in lahko 
presega 10 kg. Virtualna resničnost (VR) lahko preoblikuje usposabljanje gasilcev za delo 
v nevarnih razmerah. Za to se uporabljajo očala VR, ki ustvarjajo realistično sliko, preko 
katerih uporabnik dobi občutek, da se nahaja v drugačnem okolju. Namišljeno okolje, ki 
ga uporabnik zaznava kot realni svet, imenujemo virtualno okolje (VE; angl. virtual 
environment). V gasilstvu VE predstavlja simulacija požara. Simulacija tako ponuja 
usposabljanje z dejansko opremo in okoljem, ter prikaže realistično doživetje. Gasilci se 
s pomočjo treningov VR učijo odzvati na različne scenarije požarov ali reševanja in 
izboljšajo svoje sposobnosti, učenje pa poteka v varnem okolju [31,32]. 
5.3 Rudarstvo 
Delo rudarja poteka v temnih, zaprtih, utesnjenih prostorih ali strmih naklonih, ob 
prisotnosti premikajočih se strojev, nevarnih in vnetljivih snovi in v slabih delovnih 
razmerah. Pri delu so prisotne nevarnosti požara in eksplozije, nevarnosti električnega 
toka, nevarnosti podiranja sten in stropa,  nevarnosti zdrsa in padca in drugih mehanskih 
nevarnosti.  Internet stvari ima potencial za preoblikovanje rudarske industrije, vendar 
povezljivost pri podzemnem okolju predstavlja težavo. Rudarska industrija je 
najnevarnejša in najbolj nepredvidljiva industrija, kjer bi imela nadzor okolja in lokacija 
delavcev največji vpliv. Kljub oviri glede povezljivosti, so zato številne rudarske 
dejavnosti začele sodelovati s tehnološkimi podjetji, da bi izumile kreativne rešitve za 
uporabo brezžičnih podzemnih omrežij. Funkcija zaznave lokacije je zato zelo 
pomembna za delavce v rudarski industriji. Sledenje zaposlenih s senzorji,  ko delajo v 
nevarnih pogojih pod zemljo, je lahko bistvenega pomena saj čas za poškodovanca lahko 
predstavlja razliko med življenjem in smrtjo. Način na katerega se v rudarstvu običajno 
spremlja rudarje je v primerjavi s sodobno informacijsko tehnologijo že zastarel. Še 
dandanes mora veliko rudarjev v rudnik, tako da mora ročno prebrati senzorje in z njih 
zabeležiti podatke. S sodobnimi senzorji v IoT omrežju to ni več potrebno, saj senzorji 
zbirajo podatke v realnem času, ki se nato zabeležijo in shranijo v oblaku [6]. 




V diplomskem delu sem želela čim bolje predstaviti osebno varovalno opremo 
nadgrajeno z informacijsko tehnologijo. Osebna varovalna oprema je zadnji izmed 
ukrepov za varovanje zdravja delavca na delovnem mestu, zato jo je smiselno nadgraditi 
z napredno tehnologijo. Z vključitvijo informacijske tehnologije v osebno varovalno 
opremo lahko nadzorujemo dejavnike zunanjega okolja in delavčeve vitalne funkcije, kar 
pripomore k zmanjševanju poškodb na delovnem mestu.  
Med pregledom literature sem ugotovila, da osebna varovalna oprema nadgrajena 
z informacijsko tehnologijo ni povsem razvita in se še sooča s številnimi izzivi. Mislim, 
da bi jo bilo smiselno razvijati naprej in uporabljati, saj naj ne bi smela predstavljati 
dodatnih nevarnosti za uporabnika. Zasledila sem, da je v primerjavi s tradicionalno 
opremo zaenkrat še težko dostopna na trgu in je tudi draga. Med pisanjem diplomskega 
dela sem spoznala, da ima njena uporaba sicer lahko tako pozitivne kot negativne 
posledice, čeprav ima enako prvenstveno varovalno funkcijo kot tradicionalna OVO. 
Opazila sem, da ta osebna varovalna oprema namreč lahko delavcu neupravičeno doda 
občutek varnosti. Pretirano zanašanje uporabnikov OVO pa lahko predstavlja veliko 
dodatno nevarnost, če oprema ni dovolj zanesljiva in podaja nepravilne informacije ali 
morda odpove. Sisteme in opremo je zato potrebno redno preizkušati. Določeno težavo 
pa pri tem predstavlja tudi pravica uporabnika do zasebnosti. Dostop delodajalca do 
osebnih podatkov, kot so vitalne funkcije, je lahko pretiran poseg v uporabnikovo 
zasebnost in se ne sme izvajati, če se delavec s tem ne strinja. Vsi pridobljeni podatki 
morajo biti tudi ustrezno zavarovani. Že funkcija zaznavanja lokacije lahko uporabniku 
povzroči občutek nelagodja in stresa, čeprav pa lahko bistveno pripomore k reševanju ob 
nezgodnem dogodku. Stres lahko povzroči tudi preobremenjenost z informacijami, saj so  
dostopne vse vrste najrazličnejših informacij, od njegovega vitalnega stanja do okolijskih 
dejavnikov. Zaradi pozornosti na preveliko število informacij pa lahko pride tudi do 
nepozornosti na samo delovno okolje. To je lahko problem pri delu, kjer se uporablja 
»pametne« ure, »pametna« očala in ostale podobne zaslone. Pride lahko do padcev, zdrsa 
ipd., ki so že tako zelo pogost vir poškodb. Pri uporabi »pametnih« očal se lahko pojavi 
nenatančno dojemanje globine, ki tudi lahko privede do poškodb. Čeprav naj bi se takšno 
nadgrajeno OVO lahko uporabljalo enostavno, pa bi ta vseeno lahko predstavljala težavo 
starejšim delavcem, ki praviloma niso najbolj na tekočem z moderno tehnologijo. Tako 
kot pri tradicionalni osebni varovalni opremi je tudi pri tovrstni OVO nujno 
usposabljanje. Kljub določenim izraženim pomislekom, pa je tovrstna osebna varovalna 
oprema in sistemi novost, ki predstavlja velik potencial za izboljšanje varovanja delavca. 
Pri pregledu literature je bilo razvidno, da takšna osebna varovalna oprema še ni 
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pripravljena za široko uporabo, vendar se številni raziskovalni inštituti osredotočajo na 
njen razvoj. Ob pravilnem in zanesljivem delovanju lahko vsekakor zmanjša število 
poškodb in nezgod s smrtnim izidom, še posebej na delovnih mestih s povečanim 
tveganjem. Pričakujemo lahko, da bo po izpopolnitvi njen potencial prepoznal trg in bo 
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