











旧システム 富士通株式会社 AP3000 レンタルシステム及び独自システム(~平成 13 年 2 月)
新システム 富士通株式会社 PP1000 レンタルシステム及び独自システム(平成 13 年 3 月~)
情報コンセント 附属図書館中央館、医学分館及び学生会館に設置の情報コンセント
2 いくつかのサービスのレンタルシステムへの移行について











































所有課題 f課題 e課題 s課題 net/net2課題 課題なし
研究開発用サーバ O × × × × 
汎用サーバ O O O × × 
net/net2用サーバ × × × O × 
ノfソコン O O O × × 
電子メール O O O O × 
ダイアルアップ O × × O × 
















f課題 A B 
e課題 A B 
s課題 A B 















































新システムではダイアルアップサーバとして LucentTechnologies社の MAX3000 Remote Access 
Concentratorを使用しています。新システムと旧システムの違いを下表に示します。
新システム 旧システム
回線数 一般電話回線 46回線相当 一般電話回線 23回線相当
PIAFS回線 8回線 2回線(別電話番号)
TTY接続 同じ番号で可能 別電話番号
利用可能課題 net/net2課題及びf課題 net/net2課題及び利用を希望する f課題
新システムのダイアルアップサーバは、アナログ回線(下り最大 56kbps、V.90及びK56flex方式に
対応)、 ISDN回線(最大 64kbps)、PIAFS1.0 (最大 32kbps)及び 2.0回線(最大 64kbps)に対
応しています。
PHSから 32kbps以上の伝送速度で接続する場合 PIAFSを用いることになりますが、 64kbpsでの接
続については、 NTTドコモ及びアステルは PIAFS2.0、DDIポケットは PIAFS2.1に準拠していま















































































現在、このウィルス対策サーバは平日 1 日約 15 ，000 通の電子メールを検査しており、少い日は 2~3
個、多い日は 80個程度のウイルスを検知しています。
このサーバは httpや ftpにおけるウイルスを検知する機能も有していますが、全学の httpアクセス
が集中した場合の負荷に対応できるかどうか (http等より優先度が高い電子メールの配送に影響を及ぼ
さないかどうか)、また、ファイルの取得・検査・転送時に、タイムアウト等が発生しないかどうかな
ど、現在動作試験を行っております。
ウイルスを検知するためのウイルスデータベースは、 1日に 1度自動的に更新していますが、新種の
ウイルス等については、ウイルス検知データが開発され、データベースが更新されるまで検知できない
場合もあることを御理解下さい。また、リムーバブルメディア等からのウイルス感染を防御するため、
各自利用のパソコン等についても、それぞれウイルス対策をお願いします。
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