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Game Based Learning (Pembelajaran berbasis permainan), yaitu sebuah permainan 
komputer yang menerapkan platform e-learning yang dapat menstimulasi pelajar untuk 
meningkatkan motivasi belajarnya dengan cara memainkan permainan. Mata kuliah 
keamanan jaringan memiliki banyak materi-materi yang menjelaskan mengenai tools atau 
aplikasi yang digunakan pada keamanan jaringan. Sehingga dalam memahami materi-
materi tersebut diperlukan praktek yang lebih. Studi ini merujuk pada pembelajaran mata 
kuliah keamanan jaringan di Jurusan Ilmu Komputer/ Informatika, Universitas Diponegoro 
Semarang. Perancangan dan pengembangan Aplikasi AJARKEJAR (Aplikasi 
Pembelajaran Keamanan Jaringan) menerapkan 4 materi keamanan jaringan yang 
diimplementasikan ke dalam skenario permainan, materi tersebut antara lain Network 
Mappers, Port Scanners, Protocol Analyzer, dan Password Crackers. Pada aplikasi ini 
juga terdapat halaman yang berisi materi keamanan jaringan, serta tutorial untuk membantu 
pengguna dalam memainkan permainan. Aplikasi ini diharapkan dapat mempermudah 
mahasiswa dalam memahami materi, dan memudahkan pengajar dalam menyampaikan 
materi. Aplikasi AJARKEJAR dikembangkan berbasis web dengan metode Inkremental 
yang diimplementasikan menggunakan bahasa PHP (Hypertext Preprocessor) dan sistem 
manajemen basis data MySQL. 
 
 






Game Based Learning is a computer games which apply e-learning platform that can 
stimulate students to improve their study motivation with playing games. Security Network 
lecture has many materials that illustrate about tools or application which is use for 
security network. Then to understanding that materials are need more practical. This study 
was referred to security network lecture in Department of Computer Science/ Informatics, 
Diponegoro University Semarang. Designing and developing AJARKEJAR (Aplikasi 
Pembelajaran Keamanan Jaringan) is apply four materials of security network, the 
materials are Network Mappers, Port Scanners, Protocol Analyzer, and Password Crackers. 
In this application also can be found pages that contains security network materials, and 
tutorial to help user to playing games. This application is expected to facilitate students to 
understand the materials, and facilitate lecturer to teach the materials. AJARKEJAR was 
developed using web-based with Incremental method that was implemented using the PHP 
(Hypertext Preprocessor) language and MySQL database management system. 
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Bab ini membahas latar belakang, rumusan masalah, tujuan dan manfaat, dan 
ruang lingkup penelitian tugas akhir mengenai Pembangunan Aplikasi Game Based 
Learning untuk Mendukung Pembelajaran Mata Kuliah Keamanan Jaringan di 
Universitas Diponegoro. 
1.1. Latar Belakang 
Game merupakan istilah dalam bahasa inggris yang berarti permainan. Game 
yang ada sekarang memiliki berbagai macam jenis atau yang dikenal dengan istilah 
genre. Salah satunya yaitu Educational Game. Berdasarkan penelitian tercatat bahwa 
pemakaian game sangat bermanfaat pada materi-materi yang berhubungan dengan 
matematika, fisika dan kemampuan berbahasa (seperti studi sosial, biologi dan 
logika). Game bergenre educational ini bertujuan untuk memancing minat belajar 
anak terhadap materi pelajaran sambil bermain. Sehingga dengan perasaan senang 
diharapkan anak bisa lebih mudah memahami materi pelajaran yang disajikan. Genre 
ini sebenarnya lebih mengacu kepada isi dan tujuan game [2]. 
Dalam perkembangannya, dari game edukasi tersebut kemudian muncul 
Game Based Learning (selanjutnya disingkat sebagai GBL), yaitu sebuah game 
komputer yang menerapkan platform e-learning yang dapat menstimulasi pelajar 
untuk meningkatkan motivasi belajarnya dengan cara bermain game. Game ini lebih 
berfokus pada pembelajaran suatu hal. Contohnya pada jurnal yang berjudul “A 
Game-based Learning Content Design Framework for the Elementary School 
Children Education”, game tersebut mengajarkan pada anak tentang bagaimana 
langkah-langkah mencuci tangan yang benar, kemudian membuang sampah sesuai 
kategori sampahnya, dan pembelajaran lainnya. 
Mata kuliah keamanan jaringan memiliki banyak materi-materi yang 
menjelaskan mengenai tools atau aplikasi yang digunakan pada keamanan jaringan. 
Sehingga dalam memahami materi-materi tersebut diperlukan praktek yang lebih. 
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Dalam studi ini, penulis merujuk pada pembelajaran mata kuliah keamanan jaringan 
di Jurusan Ilmu Komputer/ Informatika, Universitas Diponegoro Semarang. GBL ini 
nantinya akan diimplementasikan ke dalam mata kuliah keamanan jaringan, 
khususnya mengenai pengenalan keamanan informasi. Aplikasi ini diharapkan dapat 
mempermudah mahasiswa dalam memahami materi, dan memudahkan pengajar 
dalam menyampaikan materi. 
1.2. Rumusan Masalah 
Berdasarkan uraian latar belakang, dapat dirumuskan permasalahan yang 
dihadapi, yakni bagaimana membangun Aplikasi GBL untuk Mendukung 
Pembelajaran Mata Kuliah Keamanan Jaringan di Universitas Diponegoro Semarang. 
Sehingga diharapkan mahasiswa dapat lebih mudah memahami dan lebih tertarik 
untuk mempelajarinya. Serta memudahkan pengajar dalam menyampaikan materi 
perkuliahan tersebut. 
1.3. Tujuan dan Manfaat 
Tujuan yang ingin dicapai dalam penelitian tugas akhir ini adalah 
menghasilkan Aplikasi GBL untuk mendukung Pembelajaran Mata Kuliah 
Keamanan Jaringan di Universitas Diponegoro Semarang. Adapun manfaat yang 
diharapkan dari penelitian tugas akhir ini adalah sebagai berikut : 
1) Bagi Penulis 
Penulis dapat mengimplementasikan ilmu yang didapat selama 
perkuliahan ke dunia nyata dengan merancang dan mengembangkan aplikasi ini. 
2) Bagi Pengguna 
Mendapatkan Aplikasi GBL untuk mendukung Pembelajaran Mata 
Kuliah Keamanan Jaringan, untuk meningkatkan pemahaman mahasiswa dan 
efisiensi kerja pengajar dalam mata kuliah tersebut. 
3) Bagi Universitas Diponegoro 
Sebagai bahan referensi untuk Universitas Diponegoro, sehingga dapat 




1.4. Ruang Lingkup 
Ruang lingkup pada Pembangunan Aplikasi GBL untuk Mendukung 
Pembelajaran Mata Kuliah Keamanan Jaringan di Universitas Diponegoro Semarang 
adalah sebagai berikut : 
1) Aplikasi akan diimplementasikan berbasis web. 
2) Aplikasi ini hanya dapat digunakan di PC dan tidak dapat digunakan di 
handphone atau perangkat lain. 
3) Aplikasi dikembangkan untuk mendukung pembelajaran mata kuliah keamanan 
jaringan. 
4) Aplikasi ini hanya mensimulasikan langkah atau cara melakukan identifikasi 
celah keamanan jaringan, seperti Port Scanners, Network Mappers, Protocol 
Analyzer, dan Password Crackers. 
1.5. Sistematika Penulisan 
Sistematika penulisan yang digunakan dalam tugas akhir ini terbagi dalam 
beberapa pokok bahasan, yaitu: 
BAB I PENDAHULUAN 
Pada bab ini dijelaskan mengenai latar belakang, perumusan masalah, 
tujuan dan manfaat, ruang lingkup, dan sistematika penulisan dalam 
pembuatan tugas akhir. 
BAB II DASAR TEORI 
Bab ini berisi kumpulan studi pustaka yang berhubungan dengan topik 
tugas akhir. Dasar teori yang digunakan dalam penyusunan tugas akhir 
ini meliputi Perangkat Lunak, Basis Data, Arsitektur Client-Server, 
Model Proses Inkremental, Keamanan Jaringan, Identifikasi Celah 
Keamanan, Arsitektur Protokol, Game, Game Based Learning, dan 
Content Design Framework untuk Game Based Learning  yang 
mendukung Pembangunan Aplikasi Game Based Learning untuk 
Mendukung Pembelajaran Mata Kuliah Keamanan Jaringan di 
Universitas Diponegoro Semarang. 
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BAB III ANALISIS DAN PERANCANGAN 
Bab ini membahas proses pengembangan perangkat lunak dan hasil 
yang didapatkan pada tahap analisis dan perancangan. 
BAB IV IMPLEMENTASI DAN PENGUJIAN  
Bab ini membahas proses pengembangan perangkat lunak dan hasil 
yang didapatkan pada tahap implementasi. Bab ini juga berisi rincian 
pengujian pada perangkat lunak yang dibangun dengan metode black 
box. 
BAB V KESIMPULAN DAN SARAN 
Bab ini berisi kesimpulan yang diambil berkaitan dengan perangkat 
lunak yang dikembangkan dan saran-saran untuk pengembangan 
perangkat lunak lebih lanjut. 
  
