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Abstrak— Model penilaian Paper Based Test (PBT) memiliki kekurangan yaitu rentan tindak kecurangan 
selama proses ujian berlangsung. Salah satu penyebab terjadinya tindak kecurangan ini adalah adanya 
kesamaan soal pada masing-masing siswa. Pengembangan model Computer Based Test (CBT) diharapkan 
dapat mengurangi keterbatasan PBT. Sistem pengacakan soal pada CBT merupakan salah satu cara 
pencegahan kesamaan soal dalam pelaksanaan ujian untuk masing-masing siswa. Algoritma modifikasi 
Linear Congruential Generato (LCG) dapat digunakan untuk membangun sistem pengacakan soal pada CBT. 
Penggunaan variabel a,b dan m yang berbeda dalam algoritma modifikasi LCG tidak memberikan perbedaan 
yang signifikan dalam hal pola acak soal. Penggunaan bilangan koprima dan prima pada algoritma modifikasi 
LCG akan memiliki pola acak yang sama dengan bilangan koprima, prima dan fibonacci. 
 
Kata kunci— Pengacakan soal, Modifikasi Linear Congruential Generator, Computer Based Test 
 
I. PENDAHULUAN 
Keberhasilan siswa dalam mempelajari materi yang 
disampaikan dapat diketahui berdasarkan hasil belajar siswa. 
Seiring dengan perkembangan teknologi informasi dan 
komunikasi, penilaian Computer Based Test (CBT) mulai 
diterapkan dalam proses penilaian hasil belajar siswa. 
Penilaian CBT memiliki beberapa kelebihan dibandingkan 
dengan Paper Based Test (PBT) antara lain : lebih efektif dan 
efisien dalam penggunaan waktu, sumber daya manusia dan 
biaya pelaksanaan ujian [1]. 
Dalam pelaksanaan ujian berlangsung perlu 
memperhatikan tindak kecurangan yang mungkin dilakukan 
oleh siswa. Salah satu penyebab terjadinya tindak kecurangan 
pada pelaksanaan ujian dikarenakan adanya kesamaan soal 
pada masing-masing siswa [2]. Tindak kecurangan dalam 
pelaksanaan ujian dapat dikurangi dengan menerapkan sistem 
pengacakan soal pada sistem CBT. 
Sistem pengacakan soal ini dapat dibangun dengan 
menggunakan metode Pseudo Random Number Generator 
(PRNG). Penggunaan metode PRNG dapat menghasilkan 
bilangan acak melalui algoritma kriptografi dengan sumber 
pembangkit dari variabel-variabel yang digunakan pada 
algoritma [3]. Algoritma Linear Congruential Generator 
(LCG) merupakan salah satu algoritma dengan menggunakan 
metode PRNG. Metode LCG menggunakan algoritma yang 
bersifat rekursif linear yang dikombinasikan dengan fungsi 
modulus [4]. Berdasarkan adanya kebutuhan untuk 
mengurangi tindak kecurangan pada CBT, maka penelitian ini 
diharapkan dapat memberikan sistem pengacakan soal dengan 
memodifikasi metode LCG. 
II. METODE PENELITIAN 
Penentuan nilai variabel yang akan digunakan pada 
metode modifikasi LCG merupakan tahap awal dalam 
pembentukan sistem pengacakan soal. Variabel yang harus 
ditentukan adalah variabel a, b dan m. Penerapan variabel m 
dengan beberapa variasi agar dapat diketahui tingkat 
perbedaan pola yang dihasilkan pada metode modifikasi LCG. 
Beberapa variasi variabel m yang digunakan antara lain : 10, 
20, 30, 40 dimana nilai-nilai ini mewakili jumlah soal yang 
digunakan pada ujian CBT.Pada variabel b menggunakan 
bilangan prima, koprima dan fibonacci sebagai pembatasan 
jumlah variabel. Hasil dari pengacakan soal ini akan 
menunjukkan pola kesamaan soal berdasarkan bilangan yang 
digunakan pada variabel b.  
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Gambar 1. Algoritma pembangunan sistem pengacakan soal 
 
Gambar 1. terlihat bahwa setelah penentuan identitas soal 
yang akan digunakan dan penentuan variabel a,b dan m maka 
dapat dilakukan proses pengacakan soal dengan modifikasi 
LCG. Sistem akan meminta penentuan ulang variabel a,b dan 
m apabila terjadi kegagalan selama proses pengacakan soal. 
Hasil dari pengacakan soal adalah deret bilangan yang 
merupakan identitas masing-masing soal. 
III. HASIL DAN PEMBAHASAN 
A. Model Matematis 
Penurunan algoritma LCG akan menghasilkan algoritma 
modifikasi LCG yang digunakan sebagai model matematis 
dalam sistem pengacakan soal. Metode LCG digunakan untuk 
menentukan deret angka sedangkan metode modifikasi LCG 
menggunakan deret tersebut yang akan dimasukan ke dalam 
matrik. Pada persamaan (1) merupakan model matematis 
algoritma LCG [5] : 
 
                         (1) 
 
dimana xi+1 adalah bilangan acak ke-i dari deretnya, a adalah 
variabel pengali, xi adalah bilangan acak sebelumnya, b adalah 
variabel penambah dan m adalah variabel modulus. Persamaan 
(1) akan diturunkan menjadi matrik dengan orde (x,y). 
Persamaan (2) dapat digunakan untuk menentukan orde x pada 
baris matrik [6] : 
 
                      (2) 
   
sedangkan model matematis untuk menentukan orde y sebagai 
kolom matrik dapat  menggunakan persamaan (3) : 
 
                      (3) 
 
Dimana xi+1 adalah bilangan acak orde x ke-i dari deretnya, 
yi+1 adalah bilangan acak orde y ke-i dari deretnya, xi adalah 
bilangan acak sebelumnya pada orde x dan yi adalah bilangan 
acak sebelumnya pada orde y.  
Model matematis modifikasi LCG diturunkan dari model 
matematis LCG yang disesuaikan pada matrik yang digunakan. 
Jika matrik M merupakan matrik yang digunakan pada sistem 
pengacakan soal maka pembentukan matrik M dapat diketahui 
dengan menggunakan persamaan (4) sebagai berikut [7] : 
 
                  (4) 
 
dimana p adalah jumlah baris pada matrik, q adalah jumlah 
kolom pada matrik dan i adalah bilangan cacah. 
B. Hasil Pengacakan Soal Metode Modifikasi LCG 
Algoritma modifikasi LCG telah berhasil didapatkan 
dengan menggunakan perbedaan variabel m yang mewakili 
jumlah soal tes dan pembatasan variabel b. Kombinasi deret 
bilangan koprima, prima dan fibonacci digunakan sebagai 
manipulasi variabel b. 
Berdasarkan Tabel I terlihat bahwa pola acak yang 
dihasilkan dari masing-masing kombinasi variabel b hampir 
memiliki kesamaan. Hal ini dikarenakan manipulasi yang 
dilakukan hanya pada variabel b sedangkan variabel lain (a 
dan m) menggunakan nilai yang sama. Jika deret yang 
terbentuk dari masing-masing kombinasi deret memiliki 
kesamaan maka pola acak juga akan memiliki kesamaan. 
TABEL I.   POLA PENGACAKAN TERHADAP VARIABEL B 
Jumlah Soal 
Parameter 
Koprima dan Fibonacci Koprima dan Prima Koprima, Prima dan Fibonacci 
a m 
10 1 10 2, 2, 2, -8, 7 2, 2, 2, -8, 7 2, 2, 2, -8, 7 
20 1 20 12, -8, 12, -8, -3 12, -8, 12, -8, -3 12, -8, 12, -8, -3 
30 1 30 12, -18, 12, -18, 17 24, -6, -6, -6, -1 24, -6, -6, -6, -1 
40 1 40 -8, -8, 32, -8, 23 -8, -8, 32, -8, -23 -8, -8, 32, -8, -23 
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TABEL II.    BILANGAN PERTAMA UNTUK 4 DERET PERTAMA 
Deret 
Bilangan 







1 17 17 17 
2 13 9 9 
3 3 13 13 
4 7 1 1 
 
Tabel II menunjukkan bahwa nomor soal pertama dari 
hasil pembentukan 4 deret pertama untuk masing-masing 
kombinasi. Nomor soal pertama pada deret ke-1 memiliki 
kesamaan bilangan yaitu 17. Hal ini dikarenakan nilai pada 
variabel a, b dan m memiliki kesamaan. Akan tetapi bilangan 
selanjutnya pada masing-masing kombinasi variabel b 
memiliki perbedaan. Hal ini dikarenakan adanya perbedaan 
penentuan variabel b akan mempengaruhi pembentukan 
matrik M. Pembentukan matrik akan menentukan hasil akhir 
dari pengacakan soal dimana ukuran matrik M akan merubah 
pola dari xi dan yi. Oleh karena itu hasil pengacakan dari 




IV. KESIMPULAN  
Pola acak soal menggunakan metode modifikasi LCG 
dengan penggunaan pembatasan bilangan pada variabel b 
tidak memberikan perubahan signifikan dibandingkan dengan 
algoritma LCG. Penggunaan algoritma modifikasi LCG 
mempunyai pola acak yang sama antara bilangan koprima dan 
prima dengan bilangan koprima, prima dan fibonacci.  
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