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Perkembangan teknologi yang sangat pesat membuat manusia semakin mudah dalam 
melakukan aktifitasnya sehari-hari contohnya pengiriman pesan via email. Namun dengan 
perkembangan teknologi juga membuat pengiriman pesan menjadi semakin tidak aman. 
Oleh karena itu dibutuhkan sebuah teknik untuk mengamankan pesan sehingga tidak 
terjadi perubahan pesan di tengah jalan oleh pihak ketiga, diantaranya dengan 
menggunakan kriptografi. Salah satu algoritma dalam kriptografi yang dapat berfungsi 
untuk mengamankan teks adalah algoritma RSA. Dalam perkembangannya proses RSA 
memiliki masalah saat melakukan proses dekripsinya, yaitu membutuhkan waktu yang 
relatif lama sehingga ditambahkan algoritma CRT (Chinese Remainder Theorem) untuk 
mempercepat waktu dekripsi. Pada penelitian ini mengimplementasikan algoritma RSA-
CRT pada pengiriman teks via email. Penelitian ini menggunakan model proses waterfall 
yang diimplementasikan dengan menggunakan bahasa pemrograman MatLab. Berdasarkan 
hasil penelitian, algoritma RSA-CRT dapat diimplementasikan pada pengiriman sebuah 
pesan via email. Pada penelitian ini dapat disimpulkan bahwa kecepatan waktu algoritma 
RSA-CRT lebih cepat dibandingkan dengan algoritma RSA. Semakin besar parameter nilai 
n berdampak pada waktu proses dekripsinya begitu juga ukuran teksnya semakin besar. 
 
 
Kata kunci : Kriptografi, Pengiriman Teks, algoritma RSA, algoritma CRT, algoritma 






The rapid advancement of technology makes human easier to do their daily activities, such 
as sending messages via email. On the down side, the rapid advancement of technology 
also makes sending a message via email becomes insecure. Therefore, a technique for 
securing messages is needed, so that the message would not be changed by the third party 
in the middle of the line, which can be done by cryptography technique. One of the 
cryptography algorithm which could securing texts is RSA algorithm. On the progress, the 
RSA algorithm still having an issue when decrypting texts, where it needs relatively more 
time so it has to be added with CRT (Chinese Remainder Theorem) algorithm to fasten the 
decrypting process. This study implemented RSA-CRT algorithm for sending texts 
via email. This study used waterfall method as model process and MatLab as programming 
language. Based on this study, RSA-CRT algorithm could be implemented for securing the 
process of sending texts via email. This study concludes that the elapse time of RSA-CRT 
algorithm is faster than RSA algoritm. The bigger the parameter value of n, affected the 
time of decrypting process as well as the size of texts which also got bigger. 
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Bab ini berisi latar belakang, rumusan masalah, tujuan dan manfaat, ruang lingkup 
dan sistematika penulisan tugas akhir mengenai Aplikasi Pengiriman Teks yang Aman 
dengan Menggunakan Algoritma RSA-CRT via Email. 
1.1. Latar Belakang 
Perkembangan teknologi yang sangat pesat dan dilengkapi dengan adanya 
internet membuat manusia semakin mudah dalam melakukan aktifitasnya sehari-hari. 
Salah satu contohnya adalah pengiriman sebuah pesan. Pengiriman sebuah pesan 
dengan bentuk surat dan dikirim menggunakan pos akan membutuhkan waktu yang 
lama. Sedangkan jika menggunakan electronic messaging (email), pengiriman data, 
dokumen maupun gambar bisa diterima dalam hitungan detik. Namun dengan 
kemajuan teknologi tersebut juga membuat pengiriman pesan menjadi lebih tidak 
aman. Untuk meningkatkan keamanan dalam pengiriman pesan, dibutuhkan sebuah 
ilmu atau metode yang bisa menjaga pesan terkirim dengan aman kepada penerima 
yang dituju, dan tidak terjadi perubahan pesan di tengah jalan oleh pihak ketiga. Ilmu 
tersebut lebih dikenal dengan sebutan kriptografi. 
Dalam kamus bahasa Inggris Oxford diberikan pengertian kriptografi sebagai 
berikut:  
“Sebuah teknik rahasia dalam penulisan, dengan karakter khusus, dengan 
mengguanakan huruf dan karakter di luar bentuk aslinya, atau dengan metode-
metode lain yang hanya dapat dipahami oleh pihak - pihak yang memproses kunci, 
juga semua hal yang ditulis dengan cara seperti ini.” Jadi, secara umun dapat 
diartikan sebagai seni menulis atau memecahkan cipher (Talbot & Welsh, 2006). 
Kriptografi adalah ilmu yang mempelajari teknik-teknik matematika yang 
berhubungan dengan aspek keamanan informasi seperti kerahasiaan, integritas data 
serta otentikasi (Menezes, et al., 1996). Kriptografi adalah suatu ilmu yang 
mempelajari bagaimana cara menjaga agar data atau pesan tetap aman saat 
dikirimkan, dari pengirim ke penerima tanpa mengalami gangguan dari pihak 
ketiga. Kriptografi memiliki banyak sekali algoritma yang digunakan untuk 
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mengamankan pesan, salah satu algoritma kriptografi yang paling sering digunakan 
saat ini adalah RSA.  
RSA merupakan algoritma kunci publik yang diambil dari nama penemunya 
yaitu Rivest-Shamir-Adleman. RSA merupakan salah satu jenis algoritma dalam 
sistem kriptografi asimetris dimana penggunaan kunci berbeda saat enkripsi dan 
dekripsi. Keamanan algoritma RSA terletak pada sulitnya memfaktorkan bilangan 
yang besar menjadi faktor-faktor primanya. RSA terbukti secara matematika 
memiliki keamanan yang tinggi akibat bersandar pada persoalan faktorisasi yang 
sampai saat ini belum ada algoritma faktorisasi yang efisien (Sadikin, 2012).  
Penelitian tentang keamanan RSA pernah dilakukan oleh Zainal Arifin yang 
berjudul “Studi Kasus Penggunaan Algoritma RSA Sebagai Algoritma Kriptografi 
yang Aman”. Kesimpulan dari penelitian tersebut adalah algoritma RSA merupakan 
salah satu solusi yang baik untuk mengatasi masalah keamanan dan kerahasiaan data 
yang pada umumnya diterapkan dalam pengiriman dan penyimpanan data melalui 
media elektronik (Arifin, 2009). Dalam penelitian yang lain yang berjudul 
“Pengamanan Pengiriman Pesan Via SMS dengan Algoritma RSA Berbasis 
Android” juga menyimpulkan bahwa validitas pesan yang akan dikirim setelah 
melakukan proses enkripsi dan dekripsi adalah 100% sehingga untuk keamanan 
pengiriman data terjamin aman (Alvianto & Darmaji, 2015). Berdasarkan dua 
penelitian tersebut RSA memiliki keamanan yang cukup handal.  
Namun dalam proses dekripsi, RSA membutuhkan waktu yang lama karena 
prosesnya melibatkan bilangan-bilangan besar sehingga untuk mempercepat dekripsi 
RSA digunakan metode tambahan CRT (Chinese Remainder Theorem). Terbukti 
Algoritma RSA-CRT memiliki komputasi yang lebih singkat daripada Algoritma 
RSA biasa, yaitu sekitar 4 kali lebih cepat (Sadikin, 2012). Beberapa penelitian 
dengan tema RSA-CRT telah banyak dilakukan diantaranya oleh Stevens Jethefer 
dengan judul “Studi dan Perbandingan Mengenai Metode Perkalian Montgomery dan 
Chinese Reminder Theorem (CRT) dalam Mempercepat Dekripsi RSA” dengan hasil 
RSA-CRT memiliki performa yang lebih baik dibanding RSA konvensional  
(Jethefer, 2006). Ada juga penelitian oleh Ashari Arief yang berjudul “Implementasi 
Algoritma Kriptografi RSA - CRT pada Aplikasi Instant Messaging” dengan hasil 
bahwa Algoritma RSA-CRT memiliki kecepatan proses dekripsi dua kali lipat lebih 
cepat dibandingkan dengan dekripsi Algoritma RSA biasa (Arief, 2016). Selain itu 
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juga ada penelitian oleh Muhamad Reza Firdaus Zen dengan judul “Algoritma 
Kriptografi Kunci-publik RSA menggunakan Chinese Remainder Theorem” dengan 
hasil RSA-CRT memiliki keuntungan dalam kecepatan proses bila dibandingkan 
dengan Algoritma RSA standar (Zen, 2008). 
Berdasarkan penjelasan di atas, maka pada penelitian ini membuat sebuah 
aplikasi yang menerapkan Algoritma RSA-CRT untuk mengamankan data teks yang 
kemudian dikirim via email. Setelah itu dibandingkan apakah Algoritma RSA-CRT 
memiliki kecepatan komputasi yang lebih baik dibandingkan dengan Algoritma RSA 
biasa. 
1.2. Rumusan Masalah 
Berdasarkan uraian pada latar belakang, maka rumusan masalah yang diangkat 
pada tugas akhir ini adalah bagaimana membuat Aplikasi Pengiriman Teks via Email 
yang Aman dengan Menggunakan Algoritma RSA-CRT yang nantinya dibandingkan 
dengan Algoritma RSA biasa apakah Algoritma RSA-CRT memiliki komputasi yang 
lebih baik dari pada Algoritma RSA biasa.  
1.3. Tujuan Dan Manfaat 
Tujuan yang ingin dicapai dalam penelitian tugas akhir ini adalah  
1. Menghasilkan Aplikasi Pengiriman Teks via Email yang Aman dengan 
Menggunakan Algoritma RSA-CRT.  
2. Ingin mengetahui apakah Algoritma RSA-CRT memiliki kecepatan komputasi 
yang lebih baik dibanding dengan Algoritma RSA biasa. 
Manfaat yang diharapkan dari penelitian ini adalah untuk meningkatkan 
keamanan data atau informasi yang berupa teks pada saat menggunakan email 
dengan sebuah algoritma yang memiliki waktu proses dekripsi yang paling cepat. 
1.4. Ruang Lingkup 
Ruang lingkup dalam pembuatan Aplikasi Pengiriman Teks via Email yang 
Aman dengan Menggunakan Algoritma RSA-CRT dalam penelitian ini adalah 
sebagai berikut : 
1. Data berupa teks dan tidak memiliki jeda “enter”. 
2. Bilangan prima p dan q yang dapat diproses oleh aplikasi ini antara 2 byte 
sampai 4 byte dengan nilai p dan q tidak boleh sama.  
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3. Nilai e adalah sembarang nilai 1 digit sampai 8 byte dan nilai n (hasil kali dari 
nilai p dan q) adalah 8 byte atau dibawahnya. 
4. Penerima dan pengirim pesan menggunakan nilai p, q dan e yang sama. 
5. Aplikasi dibangun menggunakan bahasa pemrograman Matlab. 
6. Aplikasi yang dibuat berbasis desktop dan membutuhkan email yang masih 
aktif. 
7. Model pengembangan perangkat lunak menggunakan model proses waterfall. 
1.5. Sistematika Penulisan 
Sistematika penulisan yang digunakan dalam tugas akhir ini terbagi dalam 
beberapa pokok bahasan, yaitu : 
BAB I PENDAHULUAN 
Bab ini berisi latar belakang, rumusan masalah, tujuan dan manfaat, 
ruang lingkup dan sistematika penulisan tugas akhir mengenai Aplikasi 
Pengiriman Teks via Email yang Aman dengan Menggunakan 
Algoritma RSA-CRT. 
BAB II  TINJAUAN PUSTAKA 
Bab ini memaparkan studi pustaka yang berhubungan dengan topik 
tugas akhir mengenai Aplikasi Pengiriman Teks via Email yang Aman 
dengan Menggunakan Algoritma RSA-CRT. Pustaka yang digunakan 
dalam penyusunan tugas akhir ini meliputi Kriptografi, Faktor 
Persekutuan Terbesar, Extended Euclid, Invers, Algoritma RSA, 
Chinese Remainder Theorem (CRT), RSA Dengan CRT (RSA-CRT), 
Structured Programming dan Model Proses Waterfall.  
BAB III  COMMUNICATION, PLANNING DAN MODELING 
Bab ini menjelaskan mengenai pembahasan tahapan dari model 
waterfall yang meliputi tahap Communication, Planning dan Modeling 
dari Aplikasi Pengiriman Teks via Email yang Aman dengan 
Menggunakan Algoritma RSA-CRT. 
BAB IV  CONSTRUCTION 
Bab ini menjelaskan mengenai pembahasan dua tahapan akhir dari 
model waterfall yang meliputi tahap implementasi (code) dan pengujian 
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(test) dari Aplikasi Pengiriman Teks via Email yang Aman dengan 
Menggunakan Algoritma RSA-CRT. 
BAB V KESIMPULAN DAN SARAN 
Bab ini berisi tentang kesimpulan dari hasil permbuatan Aplikasi 
Pengiriman Teks via Email yang Aman dengan Menggunakan 
Algoritma RSA-CRT dan saran-saran untuk pengembangan 
selanjutnya. 
 
