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SNSにおける新しい信頼モデルと図書館における応
用
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m=(date(m), from(m), to(m), vontent(m))
の集合である。ただしdate(m)を日付時刻、



















































の集合である。ただし、subject U C {'ALL',
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任意の , v U, 任意の g Trget(u)、および




１．任意の trget Trget(u)について (v, trget)
R、または
２．任意の trget Trget(u)とv Member(c)であ
るようなあるcについて (c, trget) R、また
は
３．任意の trget Trget(u)とhop(u, v)以上のあ
る自然数nについて (n, trget) R、または













(v, Message(u), (v=from(g)) (v=to(g))) T
と書くことができる。ただしMessage(u)は利用
者uが書いたメッセージの集合とする。


























































(v, {name(u)}, v Member(c)) T


































4 . 3 システムの動作
既存システムと九大所属認証システムは、扱
う利用者が既存システムのアカウントをすでに
持っているかどうかによって、連携して異なる
動作をする。
既存システムのアカウントを持たない場合
１．利用者は九大所属認証システムにアクセスし、
● 自分の図書館利用者番号
● 氏名
● メールアドレス
を入力する。
２．九大所属認証システムは、
● 入力された利用者番号のハッシュ値
● 入力された氏名のハッシュ値
の組がデータベースに存在するかを判定す
る。
３．存在しなければ、そのような図書館利用者
が存在しない旨を表示して終了する。
４．存在すれば、既存システムに
● 氏名
● メールアドレス
を通知する。
５．既存システムは上記を受け取ると、上記メー
ルアドレスが既存のアカウントの物ではな
い事を確認した上で、このメールアドレス
に対し招待状を送ることでその利用者を招
待する。
６．その利用者が招待状に応じてSNSのアカウ
ントを生成すると、既存システムはそのア
カウントの氏名を４の物に設定し、九州大
学のコミュニティに自動的に加入させる。
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図３　九大所属認証システムの入力画面
７．なお、実は１の時点で利用者に、所属学部
や興味のある学問分野などの任意選択項目
を入力させており、それらに応じたコミュ
ニティに自動的に加入させる。
既存システムのアカウントを持つ場合
この場合は、既存システムは前述の５を省略
し、６において利用者がアカウントを生成せず
ともコミュニティへの自動加入を行う。
上記の２において、九大所属認証システムは、
利用者番号と氏名の組しかチェックしていない
ため、例えば図書館利用者証を拾った人が不正
に登録をできてしまうといった問題は残る。利
用者番号は秘密にするよう周知されているた
め、問題は少ないと考えられる。
図３は、九大所属認証システムの入力画面で
ある。
また、図４は、既存システムにおいて九州大
学のメンバーがプロフィールを表示させた画面
である。図４において表示される氏名は、九州
大学附属図書館の利用者証に記載された物と同
一である。九州大学の場合は、これは学生証と
一致するので、氏名を偽ることは難しくなる。
またこの氏名は、九州大学のメンバーにしか表
示されない。これにより、４．１節の１番目の閲
覧許可が実現できる。
一方図４の左側に表示される九州大学のロゴ
は、九州大学以外も含む全利用者に表示される。
これにより、４．１節の２番目の閲覧許可が実現
できる。
本実装では、九州大学という単一の所属につ
いての認証を実現したが、複数の所属について
も、それぞれの所属に応じた所属認証システム
を用意し、それぞれの所属においてそのシステ
ムを管理することで、比較的容易に実現できる
ことがこの方法の利点である。
５．おわりに
本論文では、SNSにおける信頼モデルを導入
し、そのモデルの上でいくつかの新しい信頼の
概念を定義した。中でも所属による信頼につい
て、それを扱うシステムの実装例を述べた。 提
案したモデルをすべて実装するには、信頼や閲
覧許可の評価や、更新をさらに定義する必要が
ある。
図書館におけるSNSの応用範囲は広い。例え
ば、
● 個人化された蔵書検索We bサービス
MyLibraryにおいて、SNSの友達関係を利
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図４　九大メンバーのプロフィール表示
用した協調フィルタリングを適用する。
● コンピュータ上で提供される書架である
仮想書庫において、プロフィールや所属
コミュニティを元にして利用者に適した
自動配架を行う。
● 教室や会議室の予約や共有を利用者通し
で自立的に行う、友達やコミュニティの
情報を用いる。
● コミュニティにおいて、ゼミや共同執筆
といった共同作業における資料の共有や
バージョン管理を支援する。この際に電
子資料へのアクセス許可を、コミュニテ
ィや友人関係を元に行えば、いちいち許
可対象者の認証情報を管理する必要がな
い。
というように、諸々考えられる。
本システムの試験運用においては、現在150
名ほどの九州大学のメンバーが存在する。本利
用者や学外の利用者の交流の変遷を追いなが
ら、今後本提案の是非を評価することが今後の
課題である。
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