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DESCRIPCIÓN: En el desarrollo del proyecto, en primer lugar se especifica toda la 
estructura y funcionalidad del módulo PREDIS para establecer el contexto del 
alcance de la aplicación. En segundo lugar se determina la oportunidad, alcance, 
planificación e inicio del proyecto. En tercer lugar se identifican los activos, 
amenazas, salvaguardas y el estado del riesgo. Por último se define la estrategia y 
los planes de seguridad para mitigar el impacto del riesgo. 
 
METODOLOGÍA: Para el análisis de riesgos del módulo PREDIS, se utilizó la 
Metodología Magerit ya que ofrece un método sistemático y estructurado. 
 
PALABRAS CLAVES: ANÁLISIS DE RIESGOS, MAGERIT 
 
CONCLUSIONES:  
 
1. Se definieron un total de 947 amenazas que atacan a los 9 grupos de 
activos definidos en el proyecto, de los cuales después de aplicar y valorar 
las salvaguardas quedan 236 riesgos en una escala de valoración MUY 
ALTA (47) Y ALTA (189). 
2. 129 de los riesgos valorados en escala ALTA y MUY ALTA afectan la 
dimensión de disponibilidad. La indisponibilidad del aplicativo o caída del 
servicio que se ha presentado en la Personería de Bogotá se ha presentado 
por la siguientes causas: 
3. La Personería de Bogotá no cuenta con un plan de recuperación de 
desastres, ni con un plan de continuidad del negocio aprobado e 
implementado, se realizan procedimientos no documentados para el 
restablecimiento del servicio. 
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