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In questo elaborato ho svolto un analisi del sistema di gestione dei rischi nelle 
imprese di assicurazione partendo dal modello del Enterprice Risk Management 
proposto nel 2004 dal CO.SO (Committee of Sponsoring Organisations) of the 
Tradeway Commission con l’obiettivo di guidare i manager per valutare e 
migliorare la gestione del rischio aziendale complessivamente intesa. 
L’ERM è un modello a cubo che individua quattro obiettivi (strategici, operativi, 
di reporting e di conformità) e otto componenti ( ambiente interno, definizione 
degli obiettivi, identificazione degli eventi, valutazione del rischio, risposta al 
rischio, attività di controllo, informazioni e comunicazione e monitoraggio).  
Ciascuna componente copre e attraversa tutte e quattro le categorie di obiettivi e, 
analogamente, tutte le componenti si applicano a ciascuna delle categorie di 
obiettivi. 
Si tratta di un modello che riguarda l’azienda nel suo complesso o sue singole 
unità e la sua gestione coinvolge vari soggetti quali: il consiglio di 
amministrazione,  il CEO, i manager, gli internal auditor, i revisori esterni e le 
autorità di vigilanza. 
Anche se bene progettato e gestito, l’ERM, può fornire al management e agli 
amministratori solo una ragionevole sicurezza sul conseguimento degli obiettivi 
aziendali. La realizzazione di questi obiettivi risente dei limiti insiti in tutti i 
processi gestionali come la fragilità umana nel prendere le decisioni aziendali, i 
fallimenti del modello a causa del mal interpretazione degli istruzioni da parte 
del personale dell’impresa, gli atti del collusione tra due o più individui. 
Per quanto riguarda le imprese di assicurazione ci sono alcune normative quali Il 
regolamento ISVAP n.20 del marzo 2008 e la Direttiva Solvency II che 
regolamentano la gestione dei rischi. Quest’ultima, con l’obiettivo di incentivare 
le imprese di assicurazione e di riassicurazione a misurare e gestire correttamente 
i loro rischi, spinge le stesse verso la definizione di risk management armonizzati 
a livello europeo. 
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Nel particolare ho analizzato due gruppi assicurativi: Gruppo Generali e Gruppo 
Vittoria Assicurazioni, osservando anche i cambiamenti che sono derivati in vista 
dell’entrata in vigore di Solvency II. Si tratta di due gruppi con dimensioni 
diverse, il quale si riflette anche nel modo in cui affrontano la tematica della 
gestione dei rischi.  Da un lato abbiamo Generali che individua per ciascuna 
categoria di rischio la relativa politica di gestione aggiungendole alle politiche 
previste specificamente da Solvency II. Inoltre, Generali fa una classificazione 
dei rischi distinguendo anche quelli non previsti dal Primo Pilastro della 
Direttiva. 
Dall’altro lato abbiamo Vittoria Assicurazioni nella quale, nonostante di 
dimensioni inferiori, si nota l’influenza di Solvency II soprattutto nell’ultimo 
esercizio in cui è stato riesaminato l’intero sistema di controllo interno e gestione 













CAPITOLO 1         
IL MODELLO ERM 
1.1 DEFINIZIONE E CARATTERISTICHE DELL’ERM   
L'Enterprise Risk Management è stato proposto nel 2004 dal Co.S.O. (Committee 
of Sponsoring Organisations) of the Tradeway Commission allo scopo di guidare 
i manager per valutare e migliorare la gestione del rischio aziendale 
complessivamente intesa, attraverso un modello integrato che intende 
comprendere tutti i rischi aziendali. 
Il comitato definisce l’ERM come un processo, posto in essere dal consiglio di 
amministrazione, dal management e da altri operatori della struttura aziendale; 
utilizzato per la formulazione delle strategie in tutta l’organizzazione; progettato 
per individuare eventi potenziali che possono influire sull’attività aziendale, per 
gestire il rischio entro i limiti del rischio accettabile e per fornire una ragionevole 
sicurezza sul conseguimento degli obbiettivi aziendali. L’ERM non è un evento 
isolato o qualcosa di statico, bensì una serie continua di azioni, che interagiscono 
reciprocamente e pervadono l’intera azienda. Queste azioni sono pervasive e 
sono connesse al modo in cui il management gestisce l’azienda.  
Questo processo è posto in essere dal consiglio di amministrazione, dal 
management e da altre persone. E', quindi, realizzato da individui che operano in 
un'azienda, attraverso ciò che essi fanno e dicono. Sono gli individui che 
stabiliscono la missione, la strategia e gli obiettivi dell'azienda e attivano i 
meccanismi del processo di gestione del rischio. 
Analogamente, l'ERM influenza le azioni delle persone. Esso tiene conto del 
fatto che le persone non sempre si comprendono e non sempre si comportano o ci 
scambiano comunicazioni in modo coerente. Ogni individuo apporta l'esperienza 
e le competenze tecniche che gli sono proprie e ha particolari necessità e priorità.  
L'ERM fornisce i meccanismi necessari per aiutare le persone a comprendere il 
rischio nel contesto degli obiettivi aziendali. Le persone devono conoscere le loro 
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responsabilità e i limiti dei propri poteri. Di conseguenza, è necessario che 
sussista una relazione chiara e precisa tra le missioni delle persone, il modo in cui 
queste vengono svolte, e la strategia e gli obiettivi aziendali.  
Un'azienda definisce una strategia per conseguire i suoi obiettivi strategici. Essa 
inoltre stabilisce gli obiettivi specifici che desidera conseguire, partendo dalla 
strategia per arrivare ai vari livelli delle unità operative, alle divisioni e ai 
processi. L'ERM è utilizzato nella formulazione della strategia, dove il 
management considera i rischi relativi alle varie alternative strategiche possibili. 
Le tecniche dell'ERM sono applicate nell'ambito delle opzioni strategiche per 
aiutare il management nella valutazione e nella selezione della strategia più 
appropriata e dei relativi obiettivi. 
Inoltre, l'ERM è utilizzato in tutte le attività svolte da un'organizzazione: dalle 
attività svolte a livello aziendale, come la pianificazione strategica e l'allocazione 
delle risorse, alle attività svolte a livello di unità operativa, come il marketing e le 
risorse umane, o a livello di processo operativo, come la produzione e il controllo 
del credito. Infine, l'ERM è utilizzato per progetti speciali o per nuove iniziative 
che potrebbero non avere ancora una responsabilità allocata nell'organigramma 
aziendale. Esso richiede che l'azienda consideri il rischio complessivo o globale 
della sua attività ( rischio a livello aziendale ). Ciò può comportare che ogni 
manager, responsabile di un'unità operativa, di una funzione, di un processo o di 
un'attività, formuli una valutazione del rischio per l'attività da lui svolta. Si 
ottiene così un quadro composito di rischi ai vari livelli della struttura. Questo 
quadro consente all'alta direzione di determinare se il rischio a livello aziendale è 
in linea con il rischio accettabile. 
Il rischio accettabile rappresenta l’ammontare del rischio che un’azienda è 
disposta ad accettare nel perseguire la creazione di valore. Esso riflette la 
filosofia della gestione del rischio e, a sua volta, influenza la cultura e gli stili 
operativi di un’organizzazione. 
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Il rischio accettabile è correlato direttamente alla strategia aziendale. L’ERM 
aiuta la direzione a scegliere la strategia che allinea la creazione del valore al 
rischio accettabile. 
Anche se ben concepito e ben funzionante, l’ERM può fornire al management e 
al consiglio di amministrazione solo una ragionevole sicurezza sul 
raggiungimento degli obiettivi aziendali. Il concetto di ragionevole sicurezza 
riflette la nozione che l’incertezza e il rischio conseguente riguarda il futuro, che 
nessuno può predire con precisione. 
Ragionevole sicurezza non significa che l’ERM sia frequentemente fallace o 
inaffidabile. Molti fattori, singolarmente e collettivamente considerati, rafforzano 
il concetto di ragionevole sicurezza. L’effetto cumulato delle risposte al 
rischio,che soddisfano obiettivi multipli, e la natura multiuso del controllo 
interno, riduce il rischio che un’azienda possa non conseguire i suoi obiettivi. 
Inoltre le normali attività operative correnti e le responsabilità delle persone, che 
operano a vari livelli di un’organizzazione, sono dirette al conseguimento degli 
obiettivi aziendali. Se si considera un campione rappresentative di aziende ben 
controllate, è verosimile che molto di esse dispongano di sistemi di “reporting” 
che le informano periodicamente se le loro attività sono indirizzate verso gli 
obiettivi strategici e operativi, conseguono regolarmente obiettivi in conformità 
alle leggi e ai regolamenti in vigore e elaborano in modo sistematico report 
affidabili. Tuttavia, si possono verificare eventi imprevisti, errori, o report 
sbagliati. In altre parole, anche un ERM efficace può rivelarsi fallace. 
Ragionevole sicurezza non significa certezza assoluta. 
 
1.2 OBIETTIVI E COMPONENTI 
Nel quadro della missione definita, il management stabilisce gli obiettivi 
strategici, seleziona le strategie e fissa gli obiettivi specifici ad essi correlati, che 
fluiscono ai vari livelli della struttura organizzativa. Gli obiettivi specifici sono 
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allineati e collegati alle strategie. Sebbene molti obiettivi siano peculiari a certe 
aziende, alcuni sono, invece, largamente condivisi e di uso generale. 
Gli obiettivi aziendali sono suddivisi in questo modello in quattro categorie: 
 Strategici: sono di natura generale e definiti ai livelli più elevati della 
struttura organizzativa, allineati e a supporto della mission aziendale; 
 Operativi: riguardano l’impiego efficace ed efficiente delle risorse 
aziendali; 
 Di reporting: riguardano l’affidabilità delle informazioni fornite dal 
reporting; 
 Di conformità: riguardano l’osservanza delle leggi e dei regolamenti in 
vigore. 
Questa classificazione degli obiettivi aziendali consente di approfondire 
differenti aspetti dell’ERM. Queste categorie distinte ma connesse e 
sovrapponibili, riguardano esigenze diverse dell’azienda e possono essere di 
competenza diretta di più manager. Questa classificazione consente inoltre di 
capire quanto ci si può attendere da ciascuna categoria di obiettivi. 
L’ERM può fornire solo una ragionevole sicurezza sulla realizzazione degli 
obiettivi riguardanti l’affidabilità del reporting e la conformità alle leggi e ai 
regolamenti. Il raggiungimento di queste due categorie di obiettivi, basati in 
notevole misura su norme e regole imposte da terzi esterni, dipende dal modo in 
cui si svolgono le attività aziendali nell’ambito del controllo interno. Al 
contrario, la realizzazione degli obiettivi strategici, come, per esempio, il 
conseguimento di un specifica quota di mercato, e di obiettivi operativi come il 
successo nel lancio di una nuova linea di prodotti, non sempre rientrano nella 
sfera del controllo dell’azienda. L’ERM non può impedire, in questi casi, che si 
verifichino giudizi o decisioni errate, o eventi esterni che possano pregiudicare il 
raggiungimento degli obiettivi operativi. 
Tuttavia l’ERM fa crescere la probabilità che il management prenda decisioni 
migliori. Per questi obiettivi, strategici e operativi, l’ERM può solo fornire una 
 11 
 
ragionevole sicurezza che il management e, nel suo ruolo di vigilanza, il 
consiglio di amministrazione siano tempestivamente informati della misura in cui 
si stanno realizzando i suddetti obiettivi. 
L’ERM è costituito da otto componenti interconnessi, essi derivano dal modo in 
cui il management gestisce l’azienda e sono integrati con i processi operativi. 
Questi componenti sono: 
 Ambiente interno; 
 Definizione degli obiettivi; 
 Identificazione degli eventi; 
 Valutazione del rischio; 
 Risposta al rischio; 
 Attività di controllo; 
 Informazioni e comunicazione; 
 Monitoraggio. 
L’ERM è un processo dinamico, non è un procedimento strettamente 
sequenziale, nel quale una componente influisce solo sulla successiva. Si tratta, 
invece, di un processo interattivo e multi direzionale in cui ogni componente può 
influire su un’altra componente, indipendente dalla sequenza del processo. 
 
1.2.1 AMBIENTE INTERNO 
L’ambiente interno, che forma l’identità essenziale di un organizzazione, 
determina i modi in cui il rischio è considerato e affrontato dalle persone che 
operano in azienda. Esso costituisce le fondamenta di tutti gli altri componenti 
dell’ERM perché fornisce disciplina e struttura. I fattori che influenzano 
l’ambiente interno sono: 
 La filosofia della gestione del rischio ovvero l’insieme dei valori e di 
comportamenti che caratterizzano l’atteggiamento dell’azienda nei 
confronti del rischio, in ogni sua attività. Essa riflette i valori dell’azienda, 
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influenza la sua cultura e il suo stile operativo e incide sul modo in cui i 
comportamenti dell’ERM sono attivati, come per esempio, le modalità di 
identificare i rischi, la tipologia dei rischi assunti e come sono gestiti. 
 Il livello di rischio accettabile si può definire come l’ammontare del 
rischio, espresso in termini generali, che un’azienda è disposta ad 
assumersi nel perseguire l’obiettivo di creare valore. Il rischio accettabile 
è rilevante nella formulazione della strategia. Così, la redditività attesa, 
adottando una specifica strategia, deve essere allineata a tale rischio. 
 La supervisione del consiglio di amministrazione: L’esperienza e la 
levatura morale degli amministratori, la loro indipendenza dal 
management, il loro livello di impegno e di supervisione e l’adeguatezza 
dei loro interventi costituiscono elementi di rilievo nell’ambiente interno. 
Un consiglio di amministrazione attivo e coinvolto deve possedere un 
adeguato grado di competenze manageriali e tecniche abbinate con la 
necessaria statura morale e intellettuale,così da poter adeguatamente 
adempiere le sue responsabilità di supervisione. Un consiglio così 
qualificato costituisce un fattore cruciale per l’efficacia dell’ERM. 
 L’integrità e i valori etici del management che si traducono in un codice di 
condotta il quale deve andare al di là del semplice rispetto della legge, 
dato che la buon reputazione di un’azienda è preziosa. L’efficacia 
dell’ERM non può essere posta al di sopra dell’integrità e dei valori etici 
del management, in quanto si tratta di elementi essenziali dell’ambiente 
interno di un’azienda e che incidono sul disegno, amministrazione e 
monitoraggio degli altri componenti dell’ERM. 
 La competenza deve riflettere le conoscenze e le capacità necessarie per 
svolgere le mansioni richieste a ogni singola posizione. Spetta al 
management decidere il livello qualitativo richiesto per queste mansioni, 
comparando la strategia e gli obiettivi con i piani adottati per il loro 
realizzo. 
 La struttura organizzativa di un’azienda fornisce il quadro nel quale 
attività sono pianificate, eseguite, controllate e monitorate. Una valida 
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struttura organizzativa definisce, tra l’altro, le principali aree di autorità e 
di responsabilità e stabilisce appropriate linee gerarchiche. Essa è 
strettamente correlata alle necessità dell’azienda e può essere centralizzata 
o decentralizzata, con linee gerarchiche dirette o a forma matriciale. 
L’azienda deve organizzarsi per agevolare l’efficacia dell’ERM e 
l’esecuzione delle attività dirette al conseguimento degli obiettivi.  
 L’attribuzione dei poteri e delle responsabilità per determinare il grado 
con cui le persone sono autorizzate e incoraggiate a prendere iniziative per 
affrontare e risolvere problemi. Questa attribuzione, inoltre, include la 
definizione delle linee gerarchiche, i protocolli autorizzativi, le politiche 
che descrivono le prassi aziendali appropriate, le conoscenze e 
l’esperienza dei principali responsabili e le risorse necessarie per svolgere 
le loro missioni. 
 Le politiche di gestione delle risorse umane riguardano le assunzioni, la 
gestione delle carriere, la formazione, la valutazione della performance del 
personale, il counselling, le promozioni, le remunerazioni e le azioni di 
miglioramento della performance. Queste politiche servono anche a 
comunicare al personale il livello di integrità, di comportamento etico e di 
competenza che l’azienda si aspetta. 
 
1.2.2 DEFINIZIONE DEGLI OBIETTIVI 
La definizione degli obiettivi è il presupposto per l’identificazione degli eventi, 
la valutazione del rischio e la risposta al rischio, dunque, è il primo passo per 
avviare l’ERM. Si distinguono due macrocategorie di obiettivi: 
 Obiettivi strategici: Partendo dalla mission aziendale (ciò che 
un’organizzazione ispira a realizzare), il management definisce gli 
obiettivi strategici, formula la strategia e determina i relativi obiettivi 
operativi di conformità e di reporting. Gli obiettivi strategici devono 
essere allineati alla mission aziendale e la devono supportare. Essi 
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riflettono la scelta del management di come l’azienda si adopera per 
creare valore per i suoi stakeholder. 
 Obiettivi correlati: Focalizzandosi innanzitutto sugli obiettivi strategici e 
sulla strategia, l’azienda è in grado di sviluppare gli obiettivi correlati, 
riguardanti l’azienda nel suo complesso, il raggiungimento dei quali crea e 
preserva valore. Gli obiettivi devono essere chiari e misurabili. L’ERM 
richiede che il personale di tutti i livelli abbia una buona conoscenza degli 
obiettivi perché essi devono essere in grado di influenzarli. Tutto il 
personale deve avere una univoca comprensione di ciò che si dovrà 
realizzare e disporre di strumenti di misurazione di ciò che si è realizzato. 
Gli obiettivi correlati sono di tre tipi: 
 Obiettivi operativi che riguardano l’efficacia e l’efficienza delle 
attività operative aziendali e variano in funzione delle scelte fatte 
dal management riguardo la struttura organizzativa e i livelli di 
performance che si desiderano raggiungere. È necessario che questi 
obiettivi riflettano l’ambiente microeconomico e macroeconomico 
nel quale l’azienda opera. Inoltre, il management deve assicurarsi 
che essi siano reali, riflettano le esigenze del mercato e siano 
espressi nei giusti termini al fine di consentire un’attendibile 
valutazione della performance. Gli obiettivi operativi rappresentano 
il punto focale per indirizzare o allocare le risorse. 
 Obiettivi di reporting riguardano le informazioni, che devono 
essere accurate, complete e coerenti con i fini perseguiti. I report 
costituiscono un ausilio alle decisioni del management e al 
monitoraggio delle attività aziendali e della performance (fini 
interni). I report sono anche preparati per essere diffusi 
esternamente (fini esterni). 
 Obiettivi di conformità riguardano l’osservanza delle leggi e dei 
regolamenti applicabili all’azienda. Sono determinati da fattori 
esterni e tendono ad essere simili, in alcuni casi, per qualsiasi tipo 
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di azienda, in altri casi, differiscono a seconda del settore di 
appartenenza. 
La corretta formulazione degli obiettivi è cruciale per l’ERM. Gli obiettivi 
rappresentano traguardi misurabili verso i quali l’azienda si dirige nel gestire le 
sue attività. Il management non solo sceglie gli obiettivi e determina il loro 
supporto alla mission aziendale ma accerta che essi siano allineati con il rischio 
accettabile stabilito dall’azienda. 
Il rischio accettabile, definito dal management con la supervisione del consiglio 
di amministrazione, costituisce un parametro importante di riferimento per la 
formulazione delle strategie. Le aziende possono esprimere il rischio accettabile 
come bilanciamento tra crescita, rischio e profittabilità oppure come misura del 
valore aggiunto creato per gli stakeholder, rettificato dal livello di rischio 
assunto. Il rischio accettabile e la strategia sono due elementi strettamente 
correlati. Generalmente, qualsiasi strategia, scelta tra le diverse strategie 
possibili, può essere in grado di raggiungere gli obiettivi di crescita e di 
redditività attesi. Ma ogni strategia ha rischi diversi. L’ERM, impiegato nel 
processo di definizione degli obiettivi aiuta il management a selezionare una 
strategia coerente con il livello di rischio accettabile. Se il rischio legato a una 
strategia non è coerente con il rischio accettabile, essa deve essere respinta o 
modificata. 
La tolleranza al rischio è il livello di variazione accettabile quando si consegue 
un obiettivo. Essa può essere misurata con le stesse unità di misura utilizzate per 
quantificare l’obiettivo a cui si riferisce. Nel determinare la tolleranza al rischio, 
il management considera l’importanza degli obiettivi ad esso relativi e la allinea 
con il rischio accettabile. Operando entro i limiti della tolleranza al rischio si 
assicura al management che l’azienda non oltrepassi il livello di rischio 
accettabile; il che, a sua volta, costituisce una conferma che verosimilmente 




1.2.3 IDENTIFICAZIONE DEGLI EVENTI 
Un evento è un fatto o un accadimento originato da fonti interne od esterne che 
incide sull’implementazione della strategia oppure sul conseguimento degli 
obiettivi. Gli eventi posso avere un impatto positivo, negativo, oppure entrambi. 
Il management identifica gli eventi potenziali, che, se si verificano, incideranno 
sull’attività aziendale, e determina se tali eventi rappresentano opportunità 
oppure rischi, che possono pregiudicare la capacità dell’azienda di realizzare la 
strategia e di conseguire gli obiettivi. Gli eventi con un impatto negativo 
rappresentano rischi, che richiedono una valutazione e una risposta da parte del 
management. Eventi con un impatto positivo rappresentano, invece, opportunità, 
che richiedono un riesame delle strategie definite in precedenza o dei processi di 
definizione degli obiettivi in atto. L’identificazione degli eventi comporta 
l’esame di una varietà di fattori di origine interna ed esterna. 
I fattori esterni che originano gli eventi sono: 
 L’economia-  Per esempio, le oscillazioni dei prezzi, la disponibilità dei 
capitali, oppure barriere all’entrata più basse per o conto correnti, che 
incidono sul costo del capitale e sull’accesso al mercato di nuove imprese. 
 L’ambiente- Per esempio, inondazioni, incendi o terremoti, che procurano 
danni agli impianti oppure ai fabbricati, alle materie prime o perdite di 
risorse umane. 
 La politica- Gli eventi riguardano cambiamenti nel contesto politico, quali 
la nomina di un nuovo governo con novi programmi politici e nuovi leggi, 
che impongono, per esempio, un vincolo all’accesso ai mercati 
internazionali oppure nuove liberalizzazioni o un aumento o una 
diminuzione delle imposte. 
 Il sociale- Per esempio i cambiamenti demografici, dei costumi sociali, 
della struttura della famiglia, delle priorità tra qualità della vita e del 
lavoro, il terrorismo. Questi mutamenti danno luogo a mutamenti della 
 17 
 
domanda di prodotti e servizi, nei canali di acquisto, nella gestione delle 
risorse umane e nei periodi di interruzione dell’attività produttiva. 
 La tecnologia- Le nuove tecniche di commercio elettronico, che 
determinano un incremento dei dati informativi disponibili, la riduzione 
dei costi di struttura e un aumento della domanda dei servizi tecnologici. 
I fattori interni sono: 
 Le infrastrutture- Investimenti aggiuntivi di capitale per realizzare un 
programma di manutenzione ordinaria, oppure un call center per il 
clienti. Questi investimenti daranno luogo ad un aumento dei tempo di 
utilizzo degli impianti o a un miglioramento della costumer 
satisfaction. 
 Il personale- Gli infortuni sul lavoro e la scadenza dei contratti 
collettivi di lavoro, che potrebbero dar luogo a dimissioni di personale, 
a danni monetari o di immagine e a scioperi. 
 I processi- Modifiche dei processi senza un adeguato cambiamento dei 
protocolli gestionali, errori nello svolgimento dei processi, consegne di 
merci a clienti effettuate outsourcer senza un’adeguata supervisione 
ecc. Tutti questi eventi possono causare perdite delle quote di mercato, 
inefficienze, clienti insoddisfatti e riduzione di ricavi. 
 La tecnologia- Investimenti di risorse aziendali per gestire la volatilità 
dei volumi, le violazioni della sicurezza e potenziali interruzioni 
dell’operatività dei sistemi. Tutto ciò può causare una riduzione del 
portafoglio ordini, operazioni fraudolenti e il blocco del’attività 
aziendale. 
L’identificazione dei fattori è utile per individuare efficacemente gli eventi. Una 
volta che sono stati individuati i principali fattori, il management può valutarne la 
significatività e dirigersi su quegli eventi che possono pregiudicare il 
conseguimento degli obiettivi. 
 18 
 
Inoltre, gli eventi, devono essere identificati, non solo a livello aziendale, ma 
anche a livello di singola attività. Ci sono varie tecniche per identificare gli 
eventi come: 
 Il catalogo degli eventi, ovvero un elenco dettagliato degli eventi 
potenziali comuni a tutte le aziende che operano in un settore specifico 
oppure ai processi o alle attività che riguardano più settori 
 Le analisi interne, possono essere elaborate in concomitanza con il 
processo di pianificazione e controllo, tramite incontri con il personale 
delle varie unità operative oppure utilizzando le informazioni provenienti 
dagli stakeholder o da esperti esterni all’unità in esame. 
 I segnalatori di criticità, sono meccanismi di controllo utilizzati per 
allertare il management quando l’attività si trova in una situazione 
problematica. Questi meccanismi consistono nel raffronto tra le operazioni 
correnti, eventi o parametri predefiniti. Se si superano i livelli prefissati 
l’evento deve essere ulteriormente valutato. 
 Workshop e interviste, sono delle tecniche che identificano gli eventi 
ricorrendo alle conoscenze e alle esperienze maturate dal management, dal 
personale o dagli stakeholder tramite incontri organizzati. In questo modo 
si identificano eventi importanti, che altrimenti avrebbero potuto essere 
omessi. 
 L’analisi del flusso di processo, è una tecnica che mette insieme gli input, 
le fasi, le responsabilità e gli output che compongono un processo. 
Esaminando i fattori che influenzano gli input o le attività svolte 
all’interno di un processo, sono identificati gli eventi che potrebbero 
pregiudicare il conseguimento degli obiettivi del processo.  
 Gli indicatori di eventi: le aziende monitorano i dati correlati agli eventi 
per identificare situazioni che potrebbero dar luogo a un evento dannoso. 
 Metodologie per la raccolta dei dati sulle perdite: si raccolgono dati storici 
di eventi che hanno generato perdite in quanto costituiscono una fonte 
utile di informazioni per identificare i trend e le cause originarie.  
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Spesso gli eventi non accadono come fatti isolati ma sono correlati tra loro. 
Nell’identificare gli eventi, il management deve capire come essi sono correlati. 
Valutando le relazioni, si può determinare dove è più conveniente dirigere gli 
sforzi per gestire il rischio. 
Inoltre, può risultare conveniente raggruppare gli eventi potenziali in categorie. 
Aggregando gli eventi orizzontalmente, a livello aziendale, e verticalmente a 
livello di unità operativa, il management può capire meglio le correlazioni che 
intercorrono tra gli eventi e ottiene così una base valida per la valutazione dei 
rischi. La classificazione degli eventi consente al management di accertare che 
gli eventi identificati siano completi. Alcune società determinano le categorie 
degli eventi, classificando i loro obiettivi in maniera gerarchica, che vanno dagli 
obiettivi di alto livello, a quelli che, a cascata, fluiscono verso il basso della 
struttura organizzativa e cioè gli obiettivi relativi alle unità organizzative, alle 
funzioni oppure ai processi operativi. 
 
1.2.4 VALUTAZIONE DEL RISCHIO 
Il management nel valutare il rischio considera la combinazione di potenziali 
eventi futuri, relativi all’azienda e alle sue attività nel contesto degli elementi che 
contribuiscono a formare il suo profilo di rischio, quali la dimensione, la 
complessità delle operazioni e il grado di regolamentazione del settore in cui 
opera. 
Nel valutare il rischio, il management determina due tipologie di eventi: previsti 
e inattesi. Gli eventi che si verificano con una certa frequenza sono considerati 
nei programmi operativi e nei budget (eventi possibili), mentre gli altri sono 
inaspettati. Il management valuta il rischio di eventi potenziali inattesi e di eventi 
potenziali possibili che possono avere un impatto significativo sull’azienda. 
Inoltre il management considera il rischio inerente e quello residuo. Il rischio 
inerente è quello che un’azienda assume quando il management non attiva alcun 
intervento per modificare la probabilità e l’impatto. Il rischio residuo è il rischio 
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che rimane dopo che il management ha attivato una risposta al rischio. La 
valutazione del rischio è effettuata in primo luogo in termini di rischio inerente. 
Una volta che la risposta al rischio è stata attivata il management determina il 
rischio residuo. 
L’incertezza degli eventi potenziali è valutata da due prospettive: probabilità e 
impatto. La probabilità è definita come la possibilità che un evento accada, 
mentre l’impatto rappresenta l’effetto dell’evento. I rischi che, generalmente, si 
prendono in considerazione sono quelli con maggiore probabilità di accadimento 
e con un impatto significativo. 
L’orizzonte temporale utilizzato per valutare il rischio deve essere coerente con 
l’orizzonte temporale della relativa strategia e dei relativi obiettivi. Poiché le 
strategie e gli obiettivi di numerose aziende riguardano, normalmente, orizzonti 
temporali di breve e medio periodo, il management dovrà orientarsi verso i rischi 
posizionati in questi orizzonti temporali.  Tuttavia, è da considerare che alcuni 
aspetti della strategia e degli obiettivi riguardano anche il lungo termine. Di 
conseguenza, il management deve essere consapevole che i rischi possono 
riguardare orizzonti temporali più lunghi e non deve ometterli nelle sue 
valutazioni. 
Il management utilizza spesso indicatori di performance per determinare la 
misura in cui un obiettivo è stato o sarà conseguito e normalmente utilizza le 
stesse unità di misura quando deve determinare l’impatto potenziale di un rischio 
sul conseguimento di un obiettivo specifico. 
La stima delle probabilità e dell’impatto del rischio è spesso determinata 
utilizzando dei dati relativi a eventi già accaduti (storici), che costituiscono una 
base più obiettiva rispetto a stime totalmente soggettive. I dati di provenienza 
interna, basati sulle esperienze maturate dall’azienda, possono risultare meno 
inficiati da valutazioni soggettive e forniscono, generalmente, risultati migliori 
rispetto ai dati di provenienza esterna. 
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I manager spesso esprimono dei giudizi soggettivi sull’incertezza e nel farlo 
devono riconoscere i limiti insiti in questi giudizi. I risultati degli studi 
psicologici dimostrano che le persone che prendono decisioni sono spesso 
eccessivamente fiduciose delle loro capacità di formulare stime corrette e non 
riconoscono le numerose incertezze che realmente esistono. Alcuni studi 
affermano che “errori di eccessiva sicurezza” hanno determinato intervalli di 
confidenza in appropriatamente ristretti nella stima degli ammontari o delle 
probabilità determinate. Questa tendenza di eccessiva fiducia nella stima delle 
incertezze può essere attenuata con un utilizzo efficace di dati empirici generati 
all’interno e all’esterno dell’azienda. In assenza di questi dati, solo la 
consapevolezza dell’esistenza di tale inclinazione può mitigare gli effetti che ne 
potrebbero derivare. 
 
1.2.4.1 LE TECNICHE DI VALUTAZIONE DEL RISCHIO  
Le metodologie di valutazione del rischio aziendale possono essere di tipo 
qualitativo o di tipo quantitativo. Il management utilizza le tecniche qualitative 
quando la tipologia dei rischi da valutare non si presta a essere quantificata, 
oppure quando sono necessari un certo numero di dati affidabili, per una valida 
quantificazione, che risultano indisponibili, oppure a ricerca e l’analisi dei dati 
risulta molto onerosa. Le tecniche quantitative sono più precise e sono impiegate 
in attività più complesse e sofisticate a integrazione delle tecniche qualitative. 
Le tecniche quantitative di valutazione, generalmente, richiedono un più elevato 
livello di applicazione e di rigore, e utilizzano, in certi casi, modelli matematici. 
La validità di queste tecniche dipende dalla qualità dei dati di supporto e dalle 
assunzioni di base. Queste tecniche sono particolarmente adatte per i rischi che si 
nono già manifestati nel passato, che hanno una frequenza di variabilità e che 




 Il benchmarking- Un processo basato sulla collaborazione di un gruppo di 
aziende. È indirizzato su eventi specifici o processi; compara misure e 
risultati utilizzando criteri di quantificazione omogenei e identifica 
opportunità di miglioramento. Alcune società utilizzano questa tecnica 
per valutare la probabilità e l’impatto di eventi potenziali nel settore di 
appartenenza. 
 I modelli probabilistici- Aggregano una serie di eventi e l'impatto 
conseguente con la probabilità che questi eventi accadono sulla base di 
certe ipotesi. La probabilità e l’impatto sono valutati sulla base dei dati 
storici o dei risultati, frutto di simulazione, che riflettono ipotesi di 
comportamento o tendenze future. Esempi di modelli probabilistici sono: 
value at risk, earning at risk, cash flow at risk e development of credit and 
operation loss distribution. 
 I modelli non probabilistici- Adottano ipotesi soggettive per la stima 
dell’impatto degli eventi senza quantificare la probabilità. La valutazione 
dell’impatto degli eventi si basa su dati storici o simulati e su ipotesi di 
tendenze future. Esempi di modelli non probabilistici sono: sensitivity 
measures, stress test, scenario analysis. 
Per ottenere consensi sulla probabilità e l’impatto, che sono stati determinati 
impiegando tecniche di valutazione qualitative, le aziende possono adottare lo 
stesso approccio impiegato per identificare gli eventi, e cioè le interviste e i 
workshop. Un processo di autovalutazione del rischio indirizza l’attenzione dei 
partecipanti sulle probabilità e sull’impatto degli eventi futuri, adottando scale sia 
descrittive sia numeriche. 
Un azienda non ha bisogno di utilizzare tecniche di valutazione omogenee in 
tutte le sue unità operative. Piuttosto, la scelta delle tecniche deve tener conto 
dell’effettiva necessità di ottenere misurazioni precise e della cultura prevalente 
nelle unità operative. 
Il management è in grado di misurare l’impatto di un evento a livello aziendale 
quando tutte le valutazioni dei singoli rischi per quell’evento sono state espresse 
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in termini quantitativi. Nel caso in cui ci sia un misto di misure qualitative e 
quantitative, il management elabora delle valutazioni qualitative tramite misure 
sia qualitative sia quantitative ottenendo come risultato finale una valutazione 
composita espressa in termini quantitativi. Fissando termini omogenei per quanto 
concerne la probabilità e l’impatto a livello aziendale e categorie omogenee di 
rischio per le misurazioni qualitative, si facilita oltremodo questa composita 
valutazione del rischio. 
 
1.2.4.2  RELAZIONI TRA EVENTI 
Quando gli eventi potenziali sono correlati tra loro, il management deve valutarli 
distintamente. Quando, invece, gli eventi sono correlati, oppure si combinano e 
interagiscono tra di loro, il management dovrà valutarli tutti insieme. Mentre 
l’impatto di un singolo evento potrebbe essere irrilevante, l’impatto di una 
sequenza o di un aggregato di eventi potrebbe essere significativo. 
Se i rischi riguardano più unità operative, il management può raggrupparli in 
categorie di eventi omogenei e può esaminarli prima a livello di singola unità e 
dopo a livello aziendale. 
La natura di eventi, e se questi sono correlati tra loro, può influire sulle tecniche 
di valutazione adottate. Per esempio, per valutare l’impatto degli eventi che 
potrebbero avere conseguenze rilevanti, il management può adottare lo stress 
test, mentre per valutare gli effetti di eventi multipli, il management potrebbe 
trovare più conveniente adottare tecniche di simulazioni o la tecnica scenario 
analysis.  
L’esame delle interazioni tra probabilità e impatto del rischio costituisce un 
compito importante per il management. Una gestione efficace del rischio esige 
che la valutazione del rischio sia effettuata sia nei riguardi del rischio inerente sia 




1.2.5 RISPOSTA AL RISCHIO 
Il management, dopo aver valutato i rischi, determina come rispondere al rischio. 
Le risposte al rischio rientrano nelle seguenti categorie: 
 Evitare il rischio eliminando un nuovo prodotto, rinunciando ad entrare in 
un nuovo mercato o vendendo un ramo di azienda. 
 Ridurre il rischio- Si intraprendono azioni per ridurre la probabilità o 
l’impatto del rischio, oppure entrambi. Questa risposta è tipica delle 
numerose decisioni operative che sono prese quotidianamente dal 
management. 
 Condividere il rischio- Si riduce la probabilità o l’impatto del rischio 
trasferendo o compartecipando una parte del rischio. Le tecniche più 
utilizzate consistono nell’acquisto di una polizza assicurativa, in 
operazioni di copertura contro i rischi di oscillazione dei prezzi o delle 
valute, o in attività di esternalizzazione o di outsourcing. 
 Accettare il rischio e non intraprendere azioni per incidere sulla 
probabilità e sull’impatto del rischio. 
La risposta di evitare il rischio nasce dal fatto che non si è riusciti a trovare 
un’opzione valida che riduca l’impatto e la probabilità del rischio a un livello 
accettabile. Le risposte di ridurre e condividere il rischio riducono il rischio 
residuo a un livello che è in linea con la tolleranza al rischio desiderata. La 
risposta di accettare il rischio evidenzia che il rischio inerente è posizionato nella 
tolleranza al rischio. 
Nel formulare la risposta al rischio, il management deve considerare: 
 Gli effetti delle risposte potenziali sulle probabilità e sull’impatto del 
rischio e quali risposte opzionali si allineano con la tolleranza al rischio 
dell’azienda; 
 I costi verso i benefici delle risposte potenziali; 
 Possibili opportunità di conseguire ugualmente gli obiettivi aziendali che 
vanno oltre la gestione degli specifici rischi. 
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Per i rischi più significativi, un’azienda normalmente sceglie le risposte 
potenziali da una pluralità di risposte alternative. Questo consente un 
approfondimento nella scelta della risposta al rischio e costituisce una sfida 
all’immobilismo o allo status quo. 
I rischi inerenti sono analizzati e le risposte valutate al fine di determinare un 
livello di rischio residuo che sia in linea con la tolleranza al rischio dell’azienda. 
Spesso una qualunque delle diverse risposte è in grado di portare il rischio 
residuo in linea con la tolleranza al rischio, e certe volte un’aggregazione di più 
risposte fornisce un risultato ottimale. Al contrario, qualche volta una risposta 
può influire su una pluralità di rischi. In tal caso il management può decidere che 
non sia necessario attivare altri interventi per coprire i singoli rischi. 
Nel valutare le risposte alternative al rischio, il management ne determina 
l’effetto sulla probabilità e sull’impatto, ed è ben consapevole che una risposta 
può incidere sulla probabilità e sull’impatto in modo diverso. Nel analizzare 
queste risposte, il management può considerare gli eventi passati e i trend e gli 
scenari potenziali futuri. Nel valutare le risposte alternative, il management 
determina i loro effetti potenziali utilizzando le stesse unità di misura adottate per 
quantificare i relativi obiettivi.  
La quantificazione dei costi e dei benefici per realizzare le risposte al rischio è 
effettuata con diversi livelli di precisione. Solitamente, è più facile operare sui 
costi, che, in molti casi, si possono quantificare con sufficiente accuratezza. 
Generalmente, sono considerati tutti i costi diretti imputabili alla risposta 
alternativa e, dove possibile, tutti i costi indiretti. Alcune aziende considerano 
anche i costi opportunità collegati con l’impiego delle risorse. 
In alcuni casi, comunque, è difficile quantificare la risposta al rischio. Le 
difficoltà riguardano i tempi e gli sforzi considerevoli richiesti per quantificare 
una particolare risposta. 
Il versante dei benefici spesso comporta una valutazione più soggettiva. In molti 
casi, comunque, i benefici di una risposta al rischio possono essere valutati nel 
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contesto dei benefici che derivano dal conseguimento degli obiettivi relativi. 
Quando si esamina il rapporto costi-benefici, il considerare i rischi interconnessi 
tra loro consente al management di aggregare le risposte di riduzione e di 
compartecipazione al rischio. 
Una volta che gli effetti delle varie risposte alternative al rischio sono stati 
valutati, il management decide le modalità di gestione del rischio, selezionando 
le risposte, o una combinazione di risposte, che consentono di allineare la 
probabilità e l’impatto del rischio alla tolleranza del rischio. La risposta non deve 
necessariamente risolversi nel livello minimo di rischio residuo.  Nel caso in cui 
la risposta al rischio desse luogo a un rischio residuo in eccesso rispetto alla 
tolleranza al rischio, il management dovrebbe riesaminare e rettificare tale 
risposta oppure riconsiderare il livello di tolleranza al rischio stabilito. Di 
conseguenza, il bilanciamento tra rischio residuo e tolleranza al rischio può 
comportare un processo iterativo. 
Valutare le risposte alternative al rischio inerente richiede l’esame di ulteriori 
rischi che potrebbero derivare dalla risposta che si vuole dare. Questo esame può 
generare un processo iterativo attraverso il quale il management, prima di 
decidere in via definitiva, analizza ulteriori rischi, inclusi anche quelli che 
potrebbero non essere di immediata evidenza. Una volta che il management 
seleziona la risposta, può risultare necessario sviluppare un piano di 
implementazione per attuarla. Una parte critica del piano di implementazione è la 
definizione delle attività di controllo per assicurare che la risposta al rischio sia 
effettivamente realizzata. 
Il management è consapevole che il rischio residuo è ineliminabile, non solo 
perché le risorse sono scarse, ma anche perché il futuro è incerto ed esistono 





1.2.5.1  VISIONE DEL RISCHIO CHE CONSIDERA L’AZIENDA NEL SUO 
COMPLESSO 
L’ERM richiede che il rischio sia considerato in una prospettiva che considera 
l’azienda nel suo complesso. Normalmente, il management adotta un approccio 
con il quale il rischio è prima esaminato a livello di ciascuna unità operativa, 
dipartimento o funzione. Tale esame è svolto da un manager responsabile, che 
elabora una valutazione composita del rischio per la sua unità determinando il 
profilo di rischio residuo. Tale profilo è legato agli obiettivi e alla tolleranza al 
rischio dell’unità medesima. 
Il senior management, disponendo di un quadro d’insieme dei rischi delle singole 
unità, è in grado di stabilire se il rischio residuo a livello aziendale è allineato con 
il rischio accettabile, espresso in termini generali, e con gli obiettivi a esso 
relativi. I rischi delle singole unità potrebbero essere posizionati entro i limiti 
della tolleranza al rischio delle unità medesime, ma aggregati potrebbero 
eccedere il rischio accettabile dell’azienda. In tal caso è necessaria un’ulteriore o 
differente risposta al rischio per allinearlo con il rischio accettabile. Viceversa, i 
rischi potrebbero compensarsi a livello aziendale.  
Il rischio a livello aziendale può essere determinato in vari modi: concentrandosi 
sui rischi di maggior rilievo o su categorie di eventi che riguardano tutte le unità 
operative, oppure sul rischio specifico dell’azienda considerata nel suo insieme, 
adottando alcune tecniche di misura come risk-adjusted capital o capital at risk. 
Queste tecniche composite di misurazione sono particolarmente utili quando si 
misurano i rischi rispetto agli obiettivi stabiliti in termini di guadagni, di crescita 
e altre misure di performance, a volte relative all’allocazione dei capitali. Queste 
misurazioni a livello aziendale possono fornire informazioni particolarmente utili 






1.2.6 ATTIVITA’ DI CONTROLLO 
Le attività di controllo sono definite come le politiche e le procedure, ovvero le 
azioni svolte dalle persone per realizzare le politiche, direttamente o tramite 
applicazioni tecnologiche, destinate ad assicurare l’attuazione delle risposte al 
rischio scelte dal management. Le attività di controllo si possono suddividere in 
quattro categorie in base alla natura degli obiettivi dell’azienda ai quali esse si 
riferiscono: strategiche, operative, di reporting e di conformità. Alcune attività di 
controllo si riferiscono a una specifica categoria, spesso però si possono 
sovrapporre. Secondo le circostanze, una specifica attività di controllo può 
contribuire alla realizzazione di obiettivi che ricadono in più categorie. 
Dopo aver selezionato le risposte al rischio, il management identifica le attività di 
controllo che aiutano ad assicurare che le risposte al rischio siano eseguite 
correttamente e nei tempi previsti.  Nel selezionare le attività di controllo, il 
management determina il modo in cui esse sono connesse tra loro. In alcuni casi, 
una singola attività di controllo è esposta a molteplici risposte al rischio. In altri 
casi, molteplici attività di controllo sono necessarie per una singola risposta al 
rischio. Infine, ci sono dei casi in cui il management può accertare che le attività 
di controllo in essere sono sufficienti per assicurare che le nuove risposte ai rischi 
siano efficacemente realizzate.  
Sebbene le attività di controllo siano generalmente poste in essere per assicurare 
che le risposte al rischio siano correttamente attuate, rispetto a certi obiettivi, esse 
costituiscono di per sé una risposta al rischio. 
Come accade per la selezione della risposta del rischio, dove è valutata la 
correttezza della risposta e il rischio residuo, così anche per la selezione delle 
attività di controllo si dovrà valutare la loro pertinenza e appropriatezza con la 
risposta al rischio e con il relativo obiettivo. Questa valutazione si può attuare 
considerando distintamente le caratteristiche delle attività di controllo, oppure 
considerando il rischio residuo nel contesto della risposta al rischio sia delle 
relative attività di controllo. 
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Le attività di controllo costituiscono una parte importante del processo attraverso 
il quale le aziende si adoperano per conseguire i loro obiettivi. Esse non sono fini 
a se stesse, ma funzionano come meccanismi per gestire il raggiungimento degli 
obiettivi. 
Esistono varie descrizioni delle tipologie di attività di controllo, tra cui controlli 
preventivi, successivi, manuali, informatici e controlli gestionali. Le attività di 
controllo si possono anche classificare in funzione di specifici obiettivi, come 
quello di assicurare la completezza e l’accuratezza dell’elaborazione dei dati.  
Alcuni esempi di controlli effettuati comunemente sono: 
 Analisi svolte dall’alta direzione -  Si analizzano le performance realizzate 
raffrontandole con i budget, con le proiezioni, con i risultati dei periodi 
precedenti e con i risultati dei concorrenti. Si esamina l’andamento delle 
principali iniziative adottate per determinare in che misura gli obiettivi 
siano stati conseguiti. Si monitorano i piani di realizzo per lo sviluppo di 
nuovi prodotti, per gli accordi di joint venture o per i finanziamenti. 
 Gestione diretta delle attività o delle funzioni - Tutti i responsabili di 
funzione o di attività procedono all’analisi della performance. 
 Processi informativi- Sono realizzati vari controlli per verificare 
l’accuratezza, la completezza e l’autorizzazione delle operazioni. I dati 
registrati sono soggetti a “on-line edit checks” o confrontati con i file 
approvati. 
 Controlli fisici - Attrezzature, scorte, titoli, denaro e altre attività sono 
protetti fisicamente e periodicamente soggetti a controlli fisici e 
confrontati con le risultanze contabili. 
 Indicatori di performance - L’analisi comparata di diversi insiemi di dati, 
operativi o finanziari, l’esame delle correlazioni e le seguenti azioni 
investigative o correttive costituiscono attività di controllo. Gli indicatori 
di performance includono, per esempio, il turnover del personale per unità 
operativa. Indagando sui risultati inattesi o su tendenze anomale, il 
management identifica le situazioni che evidenziano un’inadeguata 
 30 
 
capacità di portare a termine dei processi chiave. Il modo in cui il 
management utilizza queste informazioni determina se l’analisi degli 
indicatori di performance serve solo a fini operatici oppure anche per 
controllare la correttezza del reporting. 
 Separazione dei compiti - Al fine di ridurre il rischio di errori e 
irregolarità, i compiti sono ripartiti tra più persone 
Le attività di controllo si basano normalmente su due elementi: le politiche, che 
definiscono ciò che si deve fare, e le procedure che realizzano in pratica le 
politiche. La politica può essere scritta oppure comunicata verbalmente, 
comunque, deve essere attuata totalmente seriamente e con coerenza. Una 
procedura seguita meccanicamente, se perde di vista la ragione per la quale è 
stata adottata, sarà inutile. È essenziale che i rilievi emersi dall’applicazione delle 
procedure siano indagati e siano oggetti di appropriate azioni correttive. 
 
1.2.6.1 CONTROLLI SUI SISTEMI INFORMATIVI 
Dato l’ampio affidamento fatto sui sistemi informativi, sia per gestire un’azienda 
sia per realizzare obiettivi di reporting e di conformità, è necessario che gli stessi 
siano tenuti sotto controllo. Le attività di controllo sui sistemi informativi si 
possono ripartire in due gruppi: i controlli generali e i controlli applicativi. 
I controlli generali riguardano i controlli relativi alla gestione e alle infrastrutture 
dell’information technology, la gestione della sicurezza, acquisizione dei 
software, sviluppo e manutenzione. Questi controlli si applicano a tutti i sistemi, 
dai mainframe ai client/server, ai computer fissi e portatili. 
I controlli applicativi servono a verificare la completezza, l’accuratezza, 
l’autorizzazione e la validità dei dati rilevati e processati. Questi controlli 
assicurano che i dati siano catturati o generati quando richiesto, le applicazioni di 
supporto siano disponibili e gli errori di interfaccia siano rintracciati 
rapidamente. Un obiettivo fondamentale dei controlli applicativi è quello di 
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prevenire l’inserimento di dati erronei nel sistema e individuare e correggere gli 
errori una volta che sono stati inseriti. Per questo motivo, gran parte dei controlli 
sono supportati da procedure automatizzate, come l’edit check che verifica la 
struttura, l’esistenza, la ragionevolezza dei dati ed è incorporato nell’applicazione 
già durante la fase del suo sviluppo. Se queste verifiche sono state ben progettate, 
possono favorire il controllo dei dati inseriti nel sistema. Alcuni esempi di 
controlli applicativi sono: il controllo di quadratura, il check digit, l’elenco dei 
dati predefiniti, il test di ragionevolezza dei dati e i test logici. 
 
1.2.7 INFORMAZIONI E COMUNICAZIONE 
Tutte le aziende devono identificare e raccogliere una vasta gamma di 
informazioni relative ad eventi esterni ed interni pertinenti alla gestione 
aziendale. Queste informazioni devono essere trasmesse al personale nei modi e 
nei tempi necessari per consentire agli stessi di adempiere le proprie 
responsabilità riguardanti l’ERM e altre responsabilità loro assegnate. 
 
1.2.7.1 INFORMAZIONI 
È necessario che le informazioni siano diffuse a tutti i livelli della struttura 
organizzativa per identificare, valutare e rispondere ai rischi e per gestire 
l’azienda e realizzare i suoi obiettivi. 
Le informazioni provengono da varie fonti, interne ed esterne, in forma 
quantitativa e qualitativa, e facilitano l’elaborazione di risposte ai cambiamenti 
che si manifestano negli ambienti interni ed esterni delle aziende. Una sfida per il 
management è di trasformare un grande volume di dati in informazioni che 
aiutano l’azione. Questa sfida è realizzata quando si crea una infrastruttura di 
sistemi informativi che originano, raccolgono, processano, analizzano e 
diffondono, tramite report, le informazioni rilevanti. Questi sistemi informativi 
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sono spesso considerati nel contesti della elaborazione dei dati di origine interna. 
Ma tali sistemi trattano anche informazioni su eventi esterni. 
I sistemi informativi possono essere formali o informali. Informazioni aziendali, 
raccolte nel corso di conversazioni con i clienti, i fornitori, le autorità di vigilanza 
e il personale, spesso consentono di identificare rischi e opportunità. 
Analogamente, la partecipazione a seminari e ad associazioni professionali e di 
categoria può fornire informazioni di valore. 
Dato che le aziende collaborano e sono sempre più integrate con i clienti, i 
fornitori, i partner, la suddivisione tra l’architettura dei sistemi informativi 
aziendali e quella dei terzi è sempre più blanda. Di conseguenza, l’elaborazione 
dei dati diventa una responsabilità condivisa tra una molteplicità di entità. In 
questi casi, l’architettura dei sistemi informativi di un’organizzazione deve essere 
sufficientemente flessibile e agile per poter essere integrata efficacemente con 
quella di terzi esterni affiliati. 
La progettazione di un’architettura di sistemi informativi e l’acquisizione di 
tecnologia sono aspetti importanti della strategia di un’azienda e la scelta della 
tecnologia da adottare può essere cruciale per il conseguimento degli obiettivi. 
Le decisioni riguardanti la scelta e l’implementazione della tecnologia dipendono 
da numerosi fattori quali gli obiettivi aziendali, le esigenze espresse dal mercato 
e i modi in cui si svolge la concorrenza. Mentre i sistemi informativi sono 
fondamentali per un’efficace gestione del rischio, le tecniche adottate per gestire 
il rischio possono essere utili nel selezionare le giuste tecnologie. 
Per rendere efficace l’ERM, le aziende raccolgono e utilizzano dati attuali e 
storici. I dati storici consentono di comparare la performance con i target, i 
programmi e le aspettative. Essi indicano livelli di performance che si possono 
raggiungere al variare delle condizioni, consentendo al management di 
identificare correlazioni e tendenze e fare previsioni sulla performance. Inoltre, i 
dati storici, possono allertare in anticipo il management su eventi potenziali che 
potrebbero pregiudicare il raggiungimento degli obiettivi. I dati attuali 
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consentono a un’azienda di determinare se la sua attività si sta svolgendo entro la 
tolleranza al rischio definitiva. Questi dati consentono al management di ottenere 
in tempo reale la situazione dei rischi in essere a livello di processo, di funzione 
o di unità e di rilevare scostamenti dagli obiettivi attesi.  
Gli sviluppi dei sistemi informativi hanno accresciuto la capacità di molte 
organizzazioni di misurare e monitorare la performance e di elaborare 
informazioni analitiche a livello aziendale. La complessità e l’integrazione dei 
sistemi sono in continua evoluzione specialmente nelle organizzazioni che 
utilizzano nuove tecnologie per tenersi al passo con questa evoluzione. Tuttavia, 
il crescente affidamento sui sistemi informativi a livello strategico e operativo 
comporta nuovi rischi che devono essere integrati nell’ERM. 
L'affidabilità dei dati diviene critica nelle aziende quando aumenta la loro 
dipendenza da sistemi informativi sofisticati e dai dati derivanti dai processi 
decisionali automatizzati. Dati errati possono dar luogo a mancata identificazione 
dei rischi oppure a valutazioni inadeguate e decisioni sbagliate. 
La qualità delle informazioni si valuta se si accerta che: 
 Il contenuto e appropriato- L'informazione ha il giusto livello di dettaglio? 
 L'informazione è tempestiva- L'informazione è ottenuta nei tempi 
richiesti? 
 L'informazione è attuale- L'informazione disponibile è la più recente? 
 L'informazione è accurata- L'informazione è esatta? 
 L'informazione è accessibile- Gli interessati possono ottenere 
l'informazione agevolmente? 
Per ottenere dati di qualità, le aziende stabiliscono programmi di gestione dei dati 
applicabili a tutta l'azienda, che comprendono l'acquisizione, la conservazione e 
la diffusione delle informazioni rilevanti. Senza questi programmi, i sistema 




Ottenere le informazioni giuste, nei tempi giusti e neii luoghi giusti, è essenziale 
per l'efficacia dell'ERM. Questa è la ragione per cui i sistemi informativi, 




La comunicazione è intrinseca nei sistemi informativi i quali devono essere al 
sevizio degli utenti, in modo che questi possano adempiere alle loro 
responsabilità operative, di reporting e di rispetto delle leggi e dei regolamenti. 
La comunicazione deve essere intesa, però, in senso più ampio ed essere estesa 
ad altri aspetti, come le responsabilità dei singoli e di gruppi. Essa può essere 
interna ed esterna. 
La comunicazione interna, specifica e diretta, proveniente dal management, ha 
una forte influenza sui comportamenti del personale in special modo per quanto 
riguarda le sue aspettative e responsabilità. Questa comunicazione riguarda una 
chiara enunciazione della filosofia della gestione del rischio e del relativo 
approccio e una chiara delega di autorità.  
La comunicazione deve trasmettere efficacemente: 
 l'importanza e la rilevanza di un'ERM efficace; 
 gli obiettivi aziendali; 
 il rischio accettabile e la tolleranza al rischio; 
 una terminologia univoca del rischio; 
 i ruoli e le responsabilità del personale nell'attivare e supportare i 
componenti dell'ERM. 
Tutto il personale, specialmente coloro che ricoprono importanti ruoli di gestione 
operativa o finanziaria, devono ricevere dal top management un messaggio 
chiaro sull'importanza dell'ERM. Rivestono grande importanza sia la chiarezza 
del messaggio sia l'efficacia con cui è trasmesso. 
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Inoltre, il personale deve sapere come la sua attività è collegata a quella degli 
altri. Questa conoscenza è essenziale per identificare i problemi o per 
determinare le cause e le conseguenti azioni correttive. Il personale deve sapere 
quali sono i comportamenti ritenuti accettabili e quali sono quelli ritenuti 
inaccettabili. Il personale che tratta direttamente le operazioni aziendali e affronta 
giornalmente problemi operativi importanti, è spesso nella migliore posizione per 
rilevare i problemi nel momento in cui sorgono, e i canali di comunicazione 
dovrebbero garantire che questo personale possa comunicare informazioni sui 
rischi attraverso le unità organizzative, i processi o funzioni. 
Uno dei canali di comunicazione più rilevanti è quella che collega il top 
management con il consiglio di informazione. Il management deve tenere 
regolarmente informato il consiglio di amministrazione della performance, dei 
rischi e del funzionamento dell'ERM e di altri specifici eventi o problematiche. 
Tanto migliori sono queste informazioni, tanto più efficace risulterà il ruolo di 
supervisione del consiglio di amministrazione, agendo come organo di 
riferimento per il management sugli aspetti critici della gestione, monitorando le 
proprie attività e fornendo consigli e indirizzi. Analogamente, il consiglio di 
amministrazione dovrà comunicare al management le informazioni che gli 
occorrono e fornire allo stesso direttive e feed-back. 
Sono necessarie comunicazione appropriate anche con l'esterno. Con canali di 
comunicazione aperti, i clienti e i fornitori possono fornire informazioni molto 
significative sul disegno o sulla qualità dei prodotti e servizi, consentendo 
all'azienda di conoscere l'evoluzione della domanda e delle preferenze della 
clientela. 
Rivestono particolare importanza le comunicazioni aperte per quanto riguarda il 
rischio accettabile e la tolleranza al rischio di un'azienda, specialmente per quelle 
aziende collegate con altre nella supply chain (catena di fornitura)  o nell'e-
business. In questi casi il management determina come il suo rischio accettabile e 
la tolleranza al rischio si sono allineate con quelle dei suoi partner, assicurandosi 
che non si assumano inavvertitamente troppi rischi tramite questi partner. 
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Le comunicazioni ai soci, alle autorità di vigilanza, agli analisti finanziari e a 
terzi esterni forniscono informazioni rilevanti rispetto alle loro necessità, in modo 
che essi possano rapidamente rendersi conto delle circostanze e dei rischi che 
l'azienda affronta. Queste informazioni devono essere mirate, pertinenti 
aggiornate e conformi alle leggi e ai regolamenti. 
 
1.2.8 MONITORAGGIO 
Il processo di gestione del rischio muta nel tempo. Le risposte al rischio che 
erano nel passato efficaci, possono rivelarsi oggi insufficienti o inapplicabili. 
Questo può essere dovuto al cambiamento degli obiettivi aziendali, all’arrivo di 
nuovo personale, a cambiamenti della struttura o della direzione aziendale e 
all’introduzione di nuovi processi. Di conseguenza, il management deve sempre 
determinare se l’ERM continua a funzionare efficacemente. 
Il monitoraggio può essere effettuato in due modi: con attività continue o con 
valutazioni separate. Generalmente, l’ERM è strutturato per auto monitorarsi in 
modo continuo, almeno fino a un certo livello. Quanto maggiore è l’estensione e 
l’efficacia del monitoraggio continuo, tanto minore è la necessità di valutazioni 
separate. Spetta al management giudicare ,a frequenza delle valutazioni separate 
necessarie per fornire una ragionevole sicurezza sull’efficacia dell’ERM. A tal 
fine, il management deve tenere conto della natura e dell’estensione dei 
cambiamenti verificatisi e dei rischi relativi, della competenza ed esperienza 
delle persone che attuano le risposte al rischio e dei controlli relativi, e dei 
risultati dei monitoraggi continui. 
Il monitoraggio continuo è integrato nelle normali attività operative dell’azienda. 
Esso è svolto in tempo reale, consentendo così di reagire dinamicamente ai 
cambiamenti delle condizioni ed è radicato nei processi aziendali. Di 
conseguenza, è più efficace del monitoraggio svolto tramite valutazioni separate. 
Dato che queste ultime sono effettuate a posteriori, le eventuali carenze sono 
spesso identificate più rapidamente dal monitoraggio continuo. Alcune aziende, 
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che svolgono efficaci attività di monitoraggio continuo, effettuano anche, con 
cadenza periodica, valutazioni separate del loro processo di gestione del rischio. 
Un’azienda che sente il bisogno di frequenti valutazioni separate, deve cercare di 
rafforzare le sue attività di monitoraggio continuo. 
Le valutazioni dell’ERM variano per ambito e frequenza, in funzione della 
significatività dei rischi dell’importanza delle risposte a rischio e dei controlli 
conseguenti. La valutazione integrale dell’ERM  può essere giustificata da vari 
motivi: variazioni nella strategia, nuovo management, acquisizioni o cessioni di 
rilievo, cambiamenti del quadro politico o economico, o cambiamenti delle 
attività aziendali o dei metodi di elaborazione automatizzata delle informazioni. 
Quando si decide di valutare l’intero processo di gestione del rischio, è 
necessario considerare attentamente i modi in cui questo processo è stato 
applicato nell’ambito della strategia come pure nelle attività significative. La 
portata della valutazione dipende, anche, dalle categorie di obiettivi a cui essa è 
rivolta. 
Spesso le valutazioni prendono la forma di un’autovalutazione , mediante la 
quale le persone responsabili di una particolare unità o funzione determinano 
l’efficacia dell’ERM nell’ambito della propria attività. 
La valutazione è un processo a sé stante. Mentre gli approcci e le tecniche 
variano, questo processo dovrebbe essere superato da un certo rigore e da certi 
principi fondamentali a esso inerenti. Chi esegue una valutazione deve capire le 
singole attività svolte dall’azienda e ciascun componente del’ERM soggetto a 
valutazione. Chi valuta deve rilevare come il sistema funzione effettivamente. Le 
procedure progettate per operare in un certo modo potrebbero con il tempo essere 
state modificate per operare differentemente, oppure potrebbero non essere più 
svolte. Qualche volta sono stabilite nuove procedure che non sono note alle 
persone incaricate di descrivere i processi e non sono incluse nella 
documentazione disponibile. Il funzionamento reale può essere appreso solo 
discutendo con il personale che opera nel processo di gestione del rischio o 
esaminando i documenti nella performance del processo oppure abbinando i due 
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metodi. Chi valuta, analizza lo schema del processo di gestione del rischio e i 
risultati dei controlli a campione svolti. L’analisi è condotta facendo riferimento 
a standard definiti dal management per ciascuna componente con il fine di 
determinare se il processo favorisce una ragionevole sicurezza sul conseguimento 
degli obiettivi stabiliti. 
Ci sono vari metodi e strumenti di valutazione tra cui: il check list, i questionari, i 
diagrammi di flusso. Alcune aziende confrontano il loro processo di gestione del 
rischio con quello delle altre aziende.  Un’azienda può, per esempio, misurare la 
bontà del suo processo confrontandolo con quello di aziende che godono di 
buona reputazione per disporre di un efficace processo di gestione del rischio. I 
confronti  possono essere eseguiti contattando direttamente le altre aziende o 
sotto gli auspici di associazioni professionali o industriali. Quando ci svolgono 
questi confronti, è necessario considerare che esistono sempre delle differenze 
negli obiettivi, nei fatti e nelle circostanze. 
La documentazione dell’ERM varia a seconda della dimensione dell’azienda, 
della complessità della gestione a di altri fattori similari. Le grandi 
organizzazioni generalmente dispongono di manuali delle politiche gestionali, di 
organigrammi formali, di istruzioni operative, di diagrammi del sistema 
informativo e così via. Le piccole aziende normalmente dispongono di minore 
documentazione. Molti aspetti del loro processo di gestione del rischio sono 
informali e non documentati anche se sono eseguiti regolarmente e sono molto 
efficaci. Queste attività possono essere sottoposte a un controllo a campione allo 
stesso modo delle attività documentate. Il fatto che alcuni elementi del processo 
di gestione del rischio non siano documentati, non significa necessariamente che 
questo processo non sia efficace e che non possa essere valutato. Comunque un 






1.2.8.1 I RAPPORTI SULLE CARENZE DELL’ERM 
Le carenze dell’ERM possono emergere da varie fonti, come le procedure di 
monitoraggio continuo, le valutazioni separate e le segnalazioni effettuate da 
soggetti esterni.  La carenza è una condizione, all’interno del processo di 
gestione del rischio, che merita particolare attenzione e che può rappresentare 
una deficienza percepita, potenziale o reale, o un’opportunità per rafforzare 
questo processo aumentando così la probabilità che gli obiettivi aziendali siano 
conseguiti. 
Una delle migliori fonti d’informazione sulle carenze dell’ERM è il processo 
stesso. L’attività di monitoraggio continuo di un’azienda, comprese le attività 
manageriali e la supervisione giornaliera del personale, consentono di ottenere 
informazioni direttamente da coloro che sono coinvolti nelle attività aziendali. 
Queste informazioni sono ottenute in tempo reale e possono consentire una 
rapida identificazione delle carenze. Le valutazioni separate del processo di 
gestione del rischio aziendale costituiscono un’altra fonte d’informazione sulle 
problematiche inerenti a questo processo. Le valutazioni svolte dal management, 
dagli internal auditor o da altre funzioni possono rilevare aree che richiedono 
miglioramenti. I terzi, quali i clienti, i fornitori, i revisori esterni, le autorità di 
vigilanza e altri che intrattengono rapporti di affari con l’azienda, spesso 
forniscono informazioni sul funzionamento del processo di gestione del rischio 
aziendale. I rapporti emessi da fonti esterne devono essere attentamente 
considerati per le loro implicazioni sul processo di gestione del rischio. 
Dovranno essere segnalate tutte le carenze rilevate nell’ERM,  in grado di 
incidere sulle capacità dell’azienda di sviluppare e realizzare la sua strategia e di 
fissare e conseguire i suoi obiettivi, tramite relazioni, a coloro che sono in grado 
di prendere i necessari provvedimenti.  È fondamentale non solo segnalare una 
particolare operazione o evento, ma anche formulare proposte di modifiche delle 
procedure potenzialmente inadeguate. 
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Le carenze dell’ERM devono essere segnalate normalmente non solo al 
responsabile della funzione o dell’attività coinvolta, ma anche al suo diretto 
superiore gerarchico. Questo modus operandi permette agli interessati di ricevere 
dai livelli più elevati la necessaria assistenza e supervisione per attivare gli 
interventi correttivi. Inoltre, i livelli gerarchici più elevati sono meglio in grado 
di comunicare con altri soggetti dell’organizzazione le cui attività potrebbero 
essere interessate dai fatti rilevati. Quando le carenze coinvolgono più attività, 
esse devono essere segnalate a tutti i responsabili interessati e ai livelli gerarchici 
sufficientemente elevati per assicurare che siano attivati provvedimenti 
appropriati. 
Fornire le necessarie informazioni sulle carenze dell’ERM ai soggetti giusti è 
cruciale. Si devono stabilire protocolli per identificare quali informazioni sono 
necessarie a un particolare livello della struttura organizzativa per rendere 
efficace il processo decisionale. Questi protocolli sono basati sul principio che un 
manager deve ricevere informazioni che gli sono necessarie sia per influire sulle 
azioni o sul comportamento delle persone che operano sotto la sua responsabilità, 
sia per realizzare gli obiettivi specifici. I protocolli di reporting sono stabiliti dai 
supervisori per i propri collaboratori. Il grado di specificità varia spostandosi 
verso i livelli più bassi dell’organizzazione. Poiché protocolli troppo dettagliati 
possono influire negativamente sull’efficacia dell’informazione, è necessario che 
tali protocolli siano sufficientemente flessibili.  
 
1.2.9 LEGAMI TRA OBIETTIVI E COMPONENTI 
Esiste un rapporto diretto tra obiettivi, ossia ciò che un’azienda si sforza di 
conseguire, e i componenti dell’ERM, ovvero ciò che occorre per conseguire gli 
obiettivi. Questo rapporto è schematizzato in una matrice tridimensionale, a 





Ciascuna componente copre e attraversa tutte e quattro le categorie di obiettivi e, 
analogamente, tutte le otto componenti si applicano a ciascuna delle categorie di 
obiettivi. 
L’ERM si applica sia all’intera azienda sia alle sue singole unità. Questo rapporto 
è raffigurato nella terza dimensione del cubo, dove sono indicate: società 
controllate, divisioni e altre unità operative. 
 
1.3 EFFICACIA 
Anche se l’ERM è un processo, la sua efficacia è uno stato i una condizione in 
cui tale processo si trova in un determinato momento. La valutazione della sua 
efficacia è un giudizio soggettivo fondato sulla presenza degli otto componenti e 
sul loro corretto funzionamento. Pertanto, i componenti costituiscono anche 
criteri di efficacia. 
Quando l’ERM è giudicato efficace per ciascuna delle quattro categorie di 
obiettivi, ciò significa che il consiglio di amministrazione e il management hanno 
ragionevole sicurezza: 




 Di venire a conoscenza della misura in cui gli obiettivi operativi si stanno 
conseguendo; 
 Che i report sono affidabili; 
 Che le leggi e i regolamenti in vigore sono osservati. 
Per giudicare l’ERM efficace, è necessario che tutti gli otto componenti siano 
presenti e funzionino correttamente. Tuttavia, si possono verificare 
compensazioni tra i componenti. Poiché le tecniche di gestione del rischio 
possono soddisfare una varietà di scopi, una tecnica relativa a un componente 
può essere utilizzata per sopperire alle necessità di un altro componente. In più, il 
livello di risposta al rischio può differire in funzione dei rischi che si devono 
fronteggiare 
Normalmente, l’ERM è applicato all’intera azienda, considerata nel suo insieme. 
Tuttavia, si può presentare il caso in cui l’efficacia dell’ERM deve essere 
valutata solo per una specifica unità. Anche in questa situazione, l’efficacia del 
processo di gestione del rischio è determinata dalla presenza di tutti gli otto 
componenti e del loro effettivo funzionamento. 
 
1.4  RUOLI E RESPONSABILITA’ 
La gestione del rischio aziendale è svolta da numerosi soggetti, ciascuno con 
importanti responsabilità. Il consiglio di amministrazione (direttamente o tramite 
i suoi comitati) esercita una supervisione di rilievo sull’ERM. Il CEO ha la 
responsabilità ultima e ne assume praticamente la paternità. Gli altri manager 
supportano la filosofia di gestione del rischio, promuovono il rispetto del rischio 
accettabile e gestiscono i rischi, nell’ambito della loro sfera di responsabilità ed 
entro la tolleranza del rischio. Gli internal auditor svolgono un ruolo chiave nella 
valutazione dell’efficacia e nel suggerire i miglioramenti del processo. Altro 
personale, ovvero chiunque opera in azienda, è responsabile dell’ERM e 
contribuisce nella sua efficacia. I revisori esterni e le autorità di vigilanza, 
intervengono, in certi casi nella valutazione dei rischi e nel controllo interno. 
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Numerosi soggetti esterni, quali i clienti, i fornitori, i soci in affari e altri che 
hanno rapporti commerciali con l’azienda spesso forniscono informazioni utili 
per il buon funzionamento dell’ERM ma non rispondono della sua efficacia. 
Dunque , è necessario distinguere coloro che fanno parte del processo da coloro 
che non ne fanno parte, ma la cui attività può influire sul processo stesso o 
contribuire a conseguire gli obiettivi aziendali. Il contributo diretto o indiretto al 
raggiungimento degli obiettivi, tuttavia, non qualifica un soggetto esterno come 
elemento oppure come responsabile del processo di gestione del rischio 
aziendale. 
 
1.5  LIMITI 
Nel considerare i  limiti dell’ERM si devono tener presente tre concetti: 
 Il rischio riguarda un evento futuro, che di per sé è incerto; 
 L’ERM, anche se efficace, opera a livelli diversi rispetto a varie categorie 
di obiettivi. Per quanto riguarda gli obiettivi strategici e operativi, l’ERM 
può solo aiutare il management e il consiglio di amministrazione a 
conoscere, nei tempi dovuti, se l’azienda è indirizzata o meno verso questi 
obiettivi, ma non può fornire ragionevole sicurezza che saranno 
conseguiti; 
 L’ERM non può fornire la sicurezza assoluta nei confronti di nessuna 
delle quattro categorie di obiettivi. 
Dunque, l’ERM, per quanto bene progettato e gestito, può fornire al management 
e agli amministratori solo una ragionevole sicurezza sul conseguimento degli 
obiettivi aziendali. La realizzazione di questi obiettivi risente dei limiti insiti in 
tutti i processi gestionali. Questi limiti possono essere: 
 Giudizio umano – L’efficacia dell’ERM trova un limite nella fragilità 
umana nel prendere le decisioni aziendali. Tali decisioni sono prese in un 
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certo momento, facendo riferimento alle informazioni disponibili e sotto 
spinta e l’urgenza delle circostanze; 
 Fallimenti – Anche se ben concepito l’ERM può fallire. Il personale può 
interpretate male le istruzioni, può compiere errori di giudizio o sbagliare 
per incuria, per distrazione o per stanchezza. Cambiamenti nei sistemi 
possono essere attuati prima che il personale sia stato addestrato per 
affrontare adeguatamente casi di disfunzioni; 
 Collusione – Atti di collusione tra due o più individui possono rendere 
inefficace l’ERM. Persone che agiscono di comune accordo per 
commettere e occultare azioni improprie, possono alterare dati finanziari o 
altre informazioni gestionali con modalità che l’ERM non è in grado di 
identificare; 
 Rapporto costi - benefici – Quando si decide di attivare un particolare 
intervento o di introdurre un certo controllo, è necessario considerare il 
rischio di insuccesso e l’effetto potenziale sull’azienda, anche in termini di 
costi. I costi e i benefici per realizzare i sistemi di identificazione degli 
eventi e di valutazione dei rischi sono misurati con diversi gradi di 
precisione, che spesso dipendono dalla natura dell’attività aziendale. Il 
problema è di trovare un giusto equilibrio. Il principio generale da tenere 
sempre presente è che le risorse limitate non devono essere allocate nelle 
aree dove i rischi sono bassi. Pertanto, attivare controlli eccessivi può 
risultare dispendioso e controproducente. 
 Possibilità che il management aggiri l’ERM il è tanto efficace quanto lo 
sono le persone che sono responsabili per il suo funzionamento. Anche 
nelle aziende ben gestite e controllate, un manager può essere in grado di 
aggirare l’ERM. Né il management né i sistemi di controllo sono 
infallibili e coloro che hanno intenti truffaldini e cercheranno i punti 
deboli dei sistemi per violarli. Tuttavia, un ERM efficace accresce la 




1.6  CONFRONTO CON L’INTERNAL CONTROL INTEGRATED 
FRAMEWORK 
Il “Co.S.O.’s Internal Control Integrated Framework (Co.S.O Report del 1992) è 
la metodologia che illustra un modello virtuoso articolato in cinque elementi e 
una serie di principi per procedere a una valutazione professionale degli stessi. 
Definisce il Sistema di Controlli Interni come il processo svolto dal Consiglio di 
Amministrazione, dai dirigenti e da altri soggetti della struttura aziendale 
finalizzato a fornire una ragionevole sicurezza sul conseguimento degli obiettivi 
rientranti nelle seguenti categorie: 
 efficacia ed efficienza delle attività operative, 
 attendibilità delle informazioni di bilancio, 
 conformità alle leggi e regolamenti in vigore. 
Secondo lo schema Co.S.O le 5 componenti qualificanti del Sistema di Controllo 
Interno sono: 
 Ambiente interno 
 Valutazione dei rischi 
 Attività di controllo 
 Informazione e comunicazione 
 Monitoraggio 
Il Framework ERM, a differenza del Framework Co.S.O che aveva una visione 
manageriale, ha una visione strategica. 
L’ERM trova supporto negli elementi caratteristici del CoSO’s Report e in 
estrema sintesi esplicita le fasi in cui si estrinseca il processo di risk management 





          CoSO Report 1992                              CoSO ERM 2004 
 
1.7  IL RISK MANAGEMENT NELLE IMPRESE ASSICURATIVE 
Le capacità di identificazione,valutazione e gestione dei rischi sono alla base del 
successo di ogni impresa, a causa della stretta connessione sussistente tra il 
rischio ed il suo business. Per questo motivo, il governo dei rischi è una 
componente irrinunciabile ed essenziale del management aziendale. 
La crescita della cultura del rischio nelle imprese di assicurazione e i significativi 
cambiamenti avvenuti nel comparto assicurativo negli ultimi anni hanno 
comportato lo sviluppo di raffinate tecniche di risk management con particolare 
riferimento alle attività di natura assicurativa. 
Il Regolamento ISVAP n.20 del marzo 2008, in materia di controlli interni, 
gestione dei rischi, compliance ed esternalizzazione delle attività delle imprese di 
assicurazione, riproduce in larga parte le disposizioni della Circolare ISVAP 
577/D del 2005 la quale ha sancito l’obbligo di istituire la funzione di Risk 
Management da parte delle imprese di assicurazione. Le imprese assicurative 
sono tenute a dotarsi di un adeguato sistema di risk management che, 
permettendo di mantenere ad un livello accettabile, coerente con le disponibilità 
patrimoniali dell’impresa, i rischi cui sono esposte, sia proporzionato alle 




Inoltre la Direttiva 2009/138/CE (Solvency II), che entrerà in vigore dal 1 
Gennaio 2016, con l’obiettivo di incentivare le imprese di assicurazione e di 
riassicurazione a misurare e gestire correttamente i loro rischi, spinge le stesse 
verso la definizione di risk management armonizzati a livello europeo. 
Il secondo pilastro di Solvency II è costituito da norme relative a governance, 
risk management, controllo interno e dalla disciplina delle attività, degli 
strumenti e dei poteri della vigilanza e prevede un sistema di governance che 
deve comprendere: 
 la funzione di gestione dei rischi 
 la funzione di verifica della conformità 
 la funzione di audit interno 
 la funzione attuariale 
Le imprese devono condurre, nell'ambito del proprio sistema di gestione dei 
rischi, la valutazione interna del rischio e della solvibilità, c.d. Own Risk and 














2.1 CHI E’ GENERALI 
Il Gruppo Generali è una delle più importanti realtà assicurative e finanziarie 
internazionali, avente come Capogruppo Assicurazioni Generali S.p.A., fondata a 
Trieste nel 1831. Da sempre caratterizzato da una forte proiezione internazionale 
e oggi presente in più di 60 Paesi, le Generali hanno consolidato la propria 
posizione tra i maggiori gruppi assicurativi mondiali, acquisendo una crescente 
importanza sul mercato europeo occidentale, principale area di operatività. Il 
Gruppo si colloca ai primi posti in Germania, Francia, Austria, Spagna,  
Svizzera e nell'Europa Centro-Orientale. 
Nell'ultima decina di anni ha avviato lo sviluppo nei principali mercati 
nell'Estremo Oriente, tra cui l'India e la Cina; in quest'ultima, dopo pochi anni 
dall'ingresso, è leader tra le compagnie assicurative a partecipazione straniera. 
Nel suo core business assicurativo il Gruppo Generali è concentrato 
principalmente sul settore vita.  L'offerta spazia dalle polizze di risparmio e di 
protezione della famiglia alle polizze unit-linked e ai piani complessi per le 
multinazionali. 
Nel settore danni  il portafoglio va dalle coperture mass-market come RC auto, 
abitazione, infortuni e salute, fino alle coperture per rischi commerciali ed 
industriali particolarmente sofisticati. 
Generali è tra i protagonisti del segmento retail e sta aumentando il peso 
del business Commercial, nell'ambito del quale si rivolge alle medie e grandi 
imprese internazionali sfruttando la presenza globale del Gruppo e i suoi legami 
consolidati con i broker internazionali. Inoltre è tra i maggiori player mondiali 
nel campo dell'assistenza, attraverso il Gruppo Europ Assistance, presente a 
livello mondiale con servizi nel settore auto, viaggi, salute, casa e famiglia. 
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Il Gruppo intende ottimizzare la segmentazione della clientela  e migliorarne il 
contenuto innovativo dei prodotti, per realizzare un approccio mirato sui clienti. 
L'obiettivo è quello di affermarsi come migliore compagnia in termini di 
fidelizzazione e soddisfazione della clientela. 
Generali opera nel settore assicurativo con una strategia distributiva multicanale, 
attraverso una rete proprietaria globale di agenti, promotori finanziari e broker, 
affiancata dalla bancassurance e dai canali diretti (internet e telefono) dove è 
leader europeo. 
 
2.2 MODELLO DI GOVERNANCE DEL GRUPPO 
La governance societaria è rappresentata dall’insieme delle metodologie, dei 
modelli e dei sistemi di pianificazione, gestione e controllo necessari al 
funzionamento degli organi sociali della Compagnia. La struttura di corporate 
governance di Generali è articolata secondo il modello tradizionale e, pertanto, 
prevede, oltre alle competenze dell’Assemblea, l’attribuzione dei poteri di 
gestione al Consiglio e le funzioni di vigilanza sul rispetto della legge e dello 
Statuto al Collegio Sindacale. 
Un corretto sistema di governo societario si fonda su alcuni elementi cardine, 
quali il ruolo centrale attribuito al Consiglio, la corretta gestione delle situazioni 
di conflitto di interessi, la trasparenza nella comunicazione delle scelte di 
gestione societaria e l’efficienza del sistema di controllo interno e gestione dei 
rischi. 
In quanto società per azioni soggetta alla legge italiana, impresa di assicurazione, 
emittente azioni quotate sul Mercato Telematico Azionario gestito da Borsa 
Italiana S.p.A. ed in virtù dell’adesione al Codice CG, il sistema di corporate 
governance di Generali è fortemente imperniato su tali assunti, tradotti 





 Presidente e Vicepresidenti del Consiglio 
 Group CEO (Amministratore Delegato della Società e del Gruppo e 
Direttore Generale della Società) 
 Comitato Controllo e Rischi 
 Sottocomitato Operazioni con Parti Correlate 
 Comitato per la Remunerazione 
 Comitato per le nomine e la corporate governance 
 Comitato per gli Investimenti 
 Collegio Sindacale 
 Organismo di Vigilanza 
 Società di Revisione 
Costituiscono, inoltre, parte integrante del sistema di governo societario della 
Compagnia, il Group Head Office, il Group Management Committee e tutti 
coloro che, a termini di Statuto sociale, sono forniti della rappresentanza legale. 
 
 
L’Assemblea regolarmente costituita è l’organo sociale che esprime con le sue 
deliberazioni la volontà degli azionisti. Le deliberazioni adottate in conformità 
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della legge e dello Statuto vincolano tutti i soci, compresi quelli assenti o 
dissenzienti. 
Il Consiglio ha più ampio potere di gestione per il perseguimento dello scopo 
sociale. Eletto ogni tre anni dall’Assemblea, nomina un presidente (salvo che non 
venga nominato dall’Assemblea), può nominare uno o più vicepresidenti, forniti 
di attribuzioni statutarie, ed un comitato esecutivo. Può, inoltre, nominare uno o 
più amministratori delegati. Di tutti questi organi sociali determina poteri e 
compensi. 
Il Group CEO è il principale responsabile della gestione della Società, quale 
amministratore delegato della stessa e del Gruppo e quale Direttore Generale 
della Società. Nella sua qualità di Amministratore Delegato, al Group CEO spetta 
il potere di guida e gestione operativa della società e del Gruppo, in Italia ed 
all’estero, con ogni facoltà di ordinaria amministrazione, in coerenza con gli 
indirizzi generali programmatici e strategici determinati dal Consiglio ed entro 
limiti di valore determinati, fatti salvi i poteri attribuiti dalla legge o dallo statuto 
in via esclusiva ad altri organi della Società ovvero altrimenti delegati dal 
Consiglio. Nella sua posizione di Direttore Generale, ha l’incarico di proporre al 
Consiglio le operazioni e i progetti strategici che lo stesso esaminerà per 
l’assunzione delle deliberazioni di sua competenza. Il Group CEO è altresì 
l’amministratore incaricato del sistema di controllo interno e gestione dei rischi. 
I Comitati consiliari sono organi istituiti all’interno del Consiglio ed hanno 
funzioni prettamente consultive, propositive ed istruttorie. 
Il Comitato per la Remunerazione è titolare di funzioni consultive, propositive ed 
istruttorie nei confronti del Consiglio nella materia della remunerazione. Tra i 
suoi compiti, il CRem esprime pareri e formula al Consiglio proposte non 
vincolanti in merito alla definizione delle politiche di remunerazione e alla 
determinazione del trattamento economico spettante a coloro che ricoprano le 
cariche di Presidente del Consiglio, di Amministratore Delegato, di Direttore 
Generale, di componente del GMC e i presidenti, gli amministratori esecutivi e i 
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direttori generali (o componenti dell’alta direzione che ricoprono ruoli 
equivalenti) delle Controllate Strategiche. Il CRem esprime inoltre il proprio 
parere in ordine alle operazioni con parti correlate aventi ad oggetto i compensi 
dei dirigenti con responsabilità strategiche, in conformità a quanto disciplinato 
dalle procedure in materia di operazioni con parti correlate approvate dal 
Consiglio. 
Al Comitato Controllo e Rischi spetta il compito di assistere il Consiglio 
nell’espletamento dei compiti allo stesso attribuiti dal Codice e dalla normativa 
di vigilanza assicurativa e pertanto nella determinazione delle linee di indirizzo 
del sistema dei controlli interni e gestione dei rischi, nella verifica periodica della 
sua adeguatezza e del suo effettivo funzionamento, nell’identificazione e 
gestione dei principali rischi aziendali. Il CCR è, altresì, titolare di funzioni 
consultive, propositive ed istruttorie nei confronti del Consiglio per quel che 
attiene alle tematiche di sostenibilità sociale ed ambientale che vedano coinvolta 
la Società ed il Gruppo. Nell’ambito del CCR è istituito il Sottocomitato 
Operazioni con parti correlate, chiamato ad esprimere il proprio parere in merito 
alle operazioni con parti correlate che sono sottoposte al suo esame, in 
conformità alle procedure in materia di operazioni con parti correlate approvate 
dal Consiglio. 
Il Comitato per le nomine e la corporate governance svolge un ruolo consultivo, 
propositivo ed istruttorio a favore del Consiglio nell’assunzione delle decisioni di 
competenza di quest’ultimo relative al governo societario della Compagnia e del 
Gruppo. 
Al Comitato per gli investimenti il Consiglio ha affidato l’analisi periodica delle 
politiche di investimento del Gruppo, delle principali linee guida operative e dei 
relativi risultati e l’analisi in via preventiva di talune operazioni di investimento e 
disinvestimento di maggiore rilevanza quantitativa. 
Il Collegio sindacale è l’organo avente funzioni di vigilanza sull’osservanza della 
legge e dello Statuto nonché di controllo sulla gestione. Lo stesso non ha, invece, 
 53 
 
la funzione di controllo legale dei conti, che spetta ad una società di revisione, 
iscritta nello speciale albo, che è organo di controllo esterno alla Compagnia. 
 Alla Società di revisione compete di verificare, nel corso dell’esercizio, la 
regolare tenuta della contabilità sociale e la corretta rilevazione dei fatti di 
gestione nelle scritture contabili. Alla stessa spetta, inoltre, di accertare che il 
bilancio d’esercizio e quello consolidato corrispondano alle risultanze delle 
scritture contabili e degli accertamenti eseguiti e che i medesimi documenti 
contabili siano conformi alle norme che li disciplinano. 
Le attribuzioni e le modalità di funzionamento degli organi sociali sono 
disciplinate dalla legge, dallo Statuto sociale, dal Regolamento del Consiglio e 
dei Comitati consiliari e dalle deliberazioni assunte dagli organi competenti. 
 
2.3 RISK REPORT 
Il Risk report si pone l’obiettivo di fornire un’adeguata informativa sui rischi cui 
è esposto il Gruppo e, più in generale, sul sistema di gestione dei rischi volto ad 
assicurarne un efficace presidio. In esso vengono indicate la natura e l’entità dei 
rischi derivanti dagli strumenti finanziari e dai contratti assicurativi ai quali il 
Gruppo è stato esposto nel corso dell’esercizio, nonché descritte le modalità di 
gestione di tali rischi alla data di riferimento del bilancio, in ottemperanza alle 
richieste dell’IFRS 7, introdotto con il Regolamento (CE) n. 108 dell’11 gennaio 
2006, e successive modifiche. 
Nel contesto del Sistema di gestione dei rischi il presente Report è parte 
integrante dei processi di reporting, volti al costante monitoraggio 
dell’evoluzione dei rischi ai diversi livelli della struttura operativa. 
Il Gruppo Generali è dotato di un Sistema di controllo interno e di gestione dei 
rischi approvato dal Consiglio di Amministrazione della Capogruppo, i cui 
principi si applicano a tutte le compagnie del Gruppo. In esso vengono definiti le 
finalità, i principi, la struttura, i ruoli, le responsabilità e i principali dispositivi 
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del sistema stesso, in linea con le disposizioni di legge e regolamentari 
applicabili in materia di controlli interni e gestione dei rischi del Gruppo. 
Attraverso il Sistema di controllo interno e di gestione dei rischi il Gruppo 
Generali si propone di mantenere un livello accettabile i rischi identificati, 
nell’ottica di garantire l’ottimizzazione delle disponibilità patrimoniali necessarie 
per fronteggiare i rischi stessi e il miglioramento della redditività del Gruppo in 
relazione ai rischi cui è esposta. Il gruppo persegue un elevato livello di 
integrazione dei suoi processi di risk management in tutte le aree di business ne 
Paesi in cui opera. Il modello di gestione dei rischi viene applicato nelle diverse 
società con profondità e livelli di integrazione dipendenti dalla complessità dei 
rischi sottostanti e dalle caratteristiche delle attività svolte a livello locale. 
L’obiettivo di ottenere un sistema di gestione dei rischi integrato a livello di 
Gruppo viene perseguito con attività di coordinamento e direzione della 
Capogruppo, tramite l’adozione di politiche e linee guida di Gruppo, strumenti di 
monitoraggio e approcci metodologici comuni. 
Al fine di dare attuazione alle disposizioni comunitarie e nazionali emanate per la 
fase di preparazione all’entrata in vigore di Solvency II, nel corso di questi tre 
anni, il Gruppo ha rafforzato ulteriormente i presidi relativi al sistema di gestione 
dei rischi, con particolare attenzione al modello di valutazione del profilo di 
rischio, al processo di monitoraggio e all’informativa destinata all’Autorità di 
Vigilanza e al mercato. Sono state definite ed aggiornate le politiche di rischio 
disciplinando i principali processi e i relativi ruoli e responsabilità. Inoltre , ha 
confermato l’impegno nel processo di pre-application, allo scopo di ricevere 
l’autorizzazione all’utilizzo del modello interno ai fini della determinazione del 
requisito patrimoniale regolamentare, seguendo la pianificazione concordata col 
il Group Supervisor e le Autorità di Vigilanza facenti parte del Collegio dei 
Supervisori. Tale attività ha comportato durante l’ultimo esercizio un significato 
sviluppo e miglioramento della metodologia di valutazione dei principali rischi. 
La Politica di gestione dei rischi di Gruppo è stata aggiornata al fine di tener 
conto dei principi relativi alla Valutazione interna del rischio e della solvibilità 
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(Own Risk and Solvency Assessment), nonché di includere un modello 
gestionale finalizzato all’attuazione della strategia di rischio definita dal 
Consiglio di Amministrazione. 
Il Gruppo Generali è stato disegnato entità assicurativa a rilevanza dal Financial 
Stability Board (FSB) in considerazione della sua dimensione, del sua presenza 
internazionale e del suo ruolo nel più ampio sistema finanziario globale. Tale 
designazione, che si innesta in un framework internazionale in cui vari criteri sia 
qualitativi che quantitativi sono stati considerati, comporta la necessità di 
adeguare i processi interni del Gruppo ai requisiti specifici definiti 
dall’International Association of Insurance Supervisors mirati alla mitigazione e 
gestione dei rischi sistemici globali. Il Gruppo, in linea con le altre entità 
sistemiche assicurative, partecipa attivamente al gruppo di lavoro che supporta lo 
sviluppo dell’impianto metodologico in fase di definizione per gli assicuratori 
sistemici. 
 
2.4  LA GESTIONE DEI RISCHI 
Nell’esercizio della sua attività assicurativa, il Gruppo Generali è esposto ai 
rischi connessi a movimenti dei mercati finanziari, a sviluppi negativi dei rischi 
assicurativi, sia del ramo danni che vita e, in generale, a tutti quei rischi a cui è 
esposta qualsiasi attività d’impresa. 
Al fine di dotarsi di un sistema che assicuri un efficace presidio dei rischi 
derivanti dallo svolgimento della propria attività ed in particolare di quelli 
maggiormente significativi, cioè quelli le cui conseguenze possono minare la 
solvibilità del Gruppo e delle singole Compagnie o costituire un serio ostacolo 
alla realizzazione degli obiettivi aziendali, il Consiglio di Amministrazione ha 
adottato tra gli altri il “Sistema di Controllo Interno e Gestione dei Rischi” e la 
“Politica di Gestione dei Rischi”. L’adozione di questi sistemi è richiesta a tutte 
le controllate assicurative al fine di garantire uniformità nella gestione dei rischi 
a livello di Gruppo. 
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 Il primo sistema illustra i ruoli e le responsabilità degli organi sociali, delle 
strutture operative e delle funzioni di controllo nell’ambito del processo di 
gestione dei rischi, con particolare riferimento a quelli designati come chiave 
nella normativa Solvency II. Il secondo invece, illustra i principi, le strategie ed i 
processi volti ad individuare, valutare e monitorare i rischi, in un’ottica integrata 
con i controlli. 
Nella seguente tabella vengono illustrati le politiche previste nell’ambito della 
normativa Solvency II, e in particolare quelle relative alle principali categorie di 
rischio: 
 
Categoria di rischio Politica relativa al tipo di 
rischio 
Altre politiche previste da 
Solvency II 
Rischi finanziari e di credito Politica di gestione degli 
investimenti di Gruppo 
Politica di Gestione del 
Capitale 
Rischi di sottoscrizione Politica di Sottoscrizione e 
Riservazione Vita di Gruppo 
Politica di Sottoscrizione e 
Riservazione Danni di Gruppo 
Politica di Reporting di Gruppo 
 
Politica Fit & Proper di Gruppo 
 Rischio operativo Politica di Gestione dei Rischi 
Operativi di Gruppo 
Politica di Qualità dei Dati di 
Gruppo 
Rischio di liquidità Politica di Gestione del Rischio 
di Liquidità di Gruppo 




2.4.1 IL SISTEMA DI CONTROLLO INTERNO E GESTIONE DEI RISCHI 
Gli elementi fondanti, su cui è basata la gestione dei rischi, sono: 
 la governance dei rischi volta a stabilire un’efficace struttura organizzativa 
e una chiara definizione di ruoli e responsabilità realizzate anche tramite 
un insieme di politiche e linee guida; 
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 il processo di gestione dei rischi volto a consentire per tutti i rischi 
l’identificazione, la definizione della strategia, l’assunzione, la 
valutazione,il monitoraggio, la mitigazione e il reporting; 
 il supporto al business volto ad aumentare l’efficienza del sistema di 
gestione dei rischi, garantendo al tempo stesso la creazione di valore  per 
tutti gli stakeholder attraverso la diffusione della cultura di gestione del 
rischio basata su valori condivisi. Nelle decisioni aziendali sono presi in 
considerazione tutti i fattori di rischio presenti nell’attività ordinaria. Un 
approccio risk based viene applicato in particolare nell’ambito dei 
processi di gestione del capitale, riassicurazione, asset allocation e 
sviluppo dei nuovi prodotti, al fine di ottimizzare il rapporto 
rischio/rendimento e l’allocazione del capitale. 
La gestione dei rischi viene realizzata mediante un apposito processo continuo 
che coinvolge, con diversi ruoli e responsabilità, il Consiglio, l’Alta Direzione e 
le strutture operative e di controllo del Gruppo e di ogni Compagnia. 
Il Consiglio di Amministrazione approva le politiche e le strategie di gestione dei 
rischi nonché i livelli di tolleranza al rischio, determinando obiettivi di 
performance coerenti con il livello di adeguatezza patrimoniale. 
Il consiglio è inoltre impegnato nella creazione di una cultura organizzativa che 
assegni un’elevata priorità all’efficace gestione del rischio e all’osservanza di 
rigorosi controlli sull’operatività. 
Il Consiglio di Amministrazione è costantemente informato dal Group CEO e 
Amministratore Delegato, dal Group CRO ed, eventualmente, dalle altre funzioni 
di controllo indipendente, sulla situazione dei rischi del Gruppo attraverso 
relazioni periodiche sui risultati conseguiti e sui profili di rischio sottostanti, 
ovvero in via straordinaria, ogni qualvolta si ritenga necessario intervenire 
tempestivamente attraverso l’adozione di misure correttive. 
L’Alta Direzione della Capogruppo è responsabile, a diverso livello, 
dell’attuazione delle politiche di risk management sia per la Società che per il 
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Gruppo. Il questo ruolo l’Alta Direzione provvede all’assegnazione degli 
obiettivi e all’allocazione del capitale appropriato alle società italiane ed estere. 
Assicura inoltre la definizione di limiti operativi attraverso linee guida, la cui 
implementazione spetta alle singole Compagnie del Gruppo, e garantisce la 
tempestiva verifica ed il costante monitoraggio delle esposizioni ai rischi, ivi 
incluso il rispetto dell’assegnato livello di tolleranza. 
Il Group CEO e Amministratore Delegato interviene inoltre sia con proposte di 
modifica delle politiche di risk management al Consiglio di Amministrazione sia 
richiedendo specifici interventi nei singoli Paesi. Per questi scopi essi si 
avvalgono del Comitato Rischi di Gruppo, che comprende i responsabili delle 
aree di attività e dei rischi attinenti ed il Group CEO. Il Comitato assicura una 
prospettiva di valutazione integrata dei diversi rischi, sia per tipologia di rischio 
che per distribuzione territoriale, valuta le esposizioni al rischio del Gruppo, 
identifica le opportunità di miglioramento e sottopone suggerimenti e 
raccomandazioni all’Alta Direzione. 
Le funzioni aziendali, in coerenza con il “Sistema di Controllo Interno e Gestione 
dei Rischi” operano secondo un modello basato su Tre Linee di Difesa: 
 Le strutture operative (Risk Owner) hanno la responsabilità ultima dei 
rischi attinenti la loro area di competenza e in questo contesto definiscono 
e aggiornano le azioni necessarie per rendere efficace ed efficiente la loro 
gestione. Essi controllano l’attività dei Risk Taker che trattano 
direttamente con il mercato e con le parti interne/esterne interessate 
nell’assunzione dei contratti o che definiscono attività e programmi che 
possano creare rischi per la Compagnia. Tutte le iniziative di gestione del 
rischio definito dai Risk Owner indirizzano il modo in cui i Risk Taker 
assumono i rischi. Nell’ambito di questa linea di difesa, alcune unità 
operative (Risk Observer) hanno il compito di monitorare costantemente 
alcuni specifici tipi di rischio, per misurarli e analizzarli, e di presentare 
osservazioni e/o raccomandazioni all’Alta Direzione e ai Risk Owner. I 
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Risk Observer non sono direttamente coinvolti nelle decisioni di gestione 
del rischio. 
 Il Group Risk Management e la Group Compliance rappresentano la 
Seconda Linea di Difesa. In particolare, il Group Risk Management, il cui 
responsabile è il Group Chief Risk Officer, monitora la tenuta 
complessiva del sistema di gestione dei rischi, garantendo una visione 
globale degli stessi. Supporta il Consiglio di Amministrazione e l’Alta 
Direzione nella definizione della strategia di gestione dei rischi e nello 
sviluppo delle metodologie per individuare, valutare, controllare e 
segnalare i rischi. Inoltre, cura le attività del Comitato Rischi diGruppo, 
attraverso informative e suggerimenti, si confronta costantemente con i 
responsabili di Gruppo delle aree di attività/rischio e monitora le attività di 
Risk Management svolte nei diversi Paesi, supportando il Group CEO e 
l’Amministratore Delegato nella valutazione della coerenza dei piani 
sviluppati e nel controllo dell’adeguatezza dei risultati (risk adjusted) 
effettivamente conseguiti. La funzione di Group Compliance, invece, ha il 
compito di valutare l’adeguatezza dei processi interni e prevenire il rischio 
non conformità. 
 Il Group Internal Audit si occupa di valutare autonomamente sia 
l’efficacia del Sistema di Controllo Interno e Gestione dei Rischi, che di 
tutti i controlli in atto al fine di garantire l’adeguata esecuzione dei 
processi. 
Il Group CRO opera come garante della corretta implementazione del Sistema di 
Gestione dei Rischi, secondo quanto prescritto dalla normativa e quanto stabilito 
dal Consiglio. 
La struttura di risk governace della Capogruppo è stata adottata, nelle sue linee 
essenziali, nei diversi Paesi e nelle singole società del Gruppo Generali, tenendo 
conto delle specificità e delle normative locali. In ogni Compagnia è stato 
istituito un Comitato Rischi, formato dall’Amministratore Delegato (o dal 
Direttore Generale), dal responsabile del Risk Management locale. Il Comitato 
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ha il compito di supportare l’Amministratore Delegato nella revisione periodica 
del profilo di rischio della Società, in relazione alle diverse categorie di rischi, e 
nell’elaborazione di eventuali proposte da sottoporre al Consiglio. 
 
2.4.2 LA POLITICA DI GESTIONE DEI RISCHI 
La Politica di Gestione dei Rischi costituisce il principale riferimento per tutte le 
politiche e linee guida inerenti ai rischi. Essa è approvata dal Consiglio di 
Amministrazione, assistito dal Comitato Controllo e Rischi, su proposta del 
Group Chief Risk Officer. 
La Politica stabilisce i principi guida e requisiti minimi di processo per 
identificare, valutare, gestire e monitorare rischi attuali e prospettici che 
potrebbero derivare dalle attività svolte dal Gruppo Generali.  Essa assicura una 
gestione efficace dei rischi nell’ambito del Gruppo Generali in coerenza con la 
propensione al rischio definita dal Consiglio di Amministrazione di 
Assicurazioni Generali. 
I principali processi e procedure definiti nella Politica hanno l’obiettivo di 
assicurare una sana gestione dei rischi fine di preservare la stabilità e la 
solvibilità del Gruppo, utilizzando le sinergie, le best practice e competenze 
specifiche sviluppate nell’ambito del Gruppo. 
Le compagnie del Gruppo sono tenute ad adottare la Politica nel rispetto delle 
specificità e delle normative locali. 
La Politica di Gestione dei Rischi definisce un processo di risk management il 
quale prevede le seguenti fasi principali: 
 L’identificazione dei rischi; 
 La misurazione dei rischi; 
 La gestione e il monitoraggio dei rischi; 
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 L’informativa sui rischi destinata al Consiglio di Amministrazione, 
all’Autorità di Vigilanza e agli stakeholder esterni. 
Il processo di identificazione dei rischi è disegnato in modo tale da consentire 
che: 
 i rischi identificati vengano adeguatamente considerati, 
 il modello di capitale economico rifletta il profilo di rischio del Gruppo 
Generali, 
 i rischi maturati quantificabili vengano adeguatamente valutati. 
La Mappa dei rischi del Gruppo identifica i seguenti principali rischi: 
 
  Rischi 
relativi al 
Pilastro I 
  Rischi non 
relativi al I 
Pilastro 







vita e malattia 















Azioni  Catastrofi Morbilità/Inva
lidità 




  Riscatti Frode esterna Rischio di 
contagio 









Concentrazione    Danni ad asset 
fisici 
 
    Interruzioni 
dell’operatività 
e disfunzioni dei 
sistemi 
 





Le metodologie di valutazione dei rischi vengono applicate in coerenza con un 
approccio di misurazione integrato a livello di Gruppo. 
I rischi identificati nella Mappa dei rischi nell’ambito delle categorie dei rischi 
finanziari, sottoscrittivi e di credito vengono misurati con un modello 
quantitativo finalizzato alla determinazione del requisito di capitale economico 
sulla base del Modello Interno Parziale, denominato anche Economic Balance 
Sheet. La Direttiva Solvency II prevede a tal fine specifici test e standard, volti a 
garantire l’affidabilità dei risultati ottenuti e il loro effettivo utilizzo nei processi 
decisionali aziendali. 
 
2.5 RISCHI FINANZIARI 
L’analisi dei rischi di mercato, in riferimento alle variazioni dei prezzi degli 
strumenti finanziari, prevista nell’ambito dell’IFRS 7, si inserisce nel più ampio 
contesto dei rischi finanziari definiti nella Mappa dei rischi di Gruppo. 
I rischi finanziari includono il rischio azionario, il rischio derivante dal tasso di 
interesse , il rischio di cambio, immobiliare e di concentrazione. Inoltre, vengono 




Gli attivi soggetti alle variazioni dei mercati sono investiti sia per impiegare in 
modo profittevole il capitale sottoscritto dagli azionisti sia per far fronte agli 
obblighi contrattuali nei confronti degli assicurati. Dunque, movimenti dei 
mercati finanziari implicano un cambiamento sia del valore degli investimenti 
che delle passività assicurative. Pertanto un’adeguata analisi dell’impatto delle 
variazioni avverse dei mercati presuppone la considerazione delle volatilità, delle 
correlazioni tra i rischi stessi e degli effetti sul valore economico delle passività 
assicurative collegate. 
Nella gestione degli investimenti le Compagnie seguono le Linee guida di 
Gruppo relative all’assunzione dei rischi. 
 













Strumenti di capitale 15.652 4,9 17.740 5,5 17.610 4,8 
 Esposizione dirette in azioni 9.123  11.111  9.839  
 Quote di OICR e altri 
investimenti azionari 
6.528  6.629  7.770  
Strumenti a reddito fisso 280.542 87,7 284.346 87,4 324.485 88,9 
 Titoli governativi 138.760  140.339  167.301  
 Titoli societari 110.108  113.541  129.255  
 Finanziamenti(altri 
strumenti a reddito fisso) 
22.506  17.102  12.974  
 Quote di OICR 9.167  13.364  14.955  
Immobili 23.850 7,5 23.409 7,2 23.074 6,3 
 Investimenti immobiliari 18.209  17.910  17.650  
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 Immobili uso proprio 3.477  3.370  3.181  
 Quote di OICR 2.165  2.128  2.243  
Totale esposizione 320.043 100,0 325.495 100,0 365.169 100,0 
 
Da questa tabella possiamo notare che il valore di mercato  degli investimenti 
soggetti al rischio di mercato è aumentata negli anni, passando da circa €320 
miliardi nel 2012 a €365 miliardi nel 2014. 
Nel 2013 l’esposizione verso gli strumenti a reddito fisso rimane sostanzialmente 
stabile all’87,4% rispetto all’87,7% al 31/12/2012 mentre l’incidenza degli 
strumenti di capitale registra un incremento, attestandosi al 5,5% (4,9% al 
31/12/2012. In contenuto decremento gli investimenti immobiliari del Gruppo la 
cui incidenza si attesta al 7,2% (7,5% nel 2012). 
Nel 2014 l’esposizione verso gli strumenti a reddito fisso regista un incremento 
attestandosi all’88,9% mentre registrano una flessione sia l’incidenza degli 
strumenti di capitale che quella degli investimenti immobiliari di Gruppo. 
L’impatto economico per l’azionista di cambiamenti dei tassi di interesse, dei 
valori delle azioni e della loro volatilità, non dipendo solamente dalla sensitività 
degli attivi a queste variazioni, ma anche dall’effetto che questi movimenti hanno 
sul valore economico delle passività assicurative, che possono assorbire una parte 
del rischio. 
Nel business Vita tale assorbimento è generalmente funzione del livello e 
struttura delle garanzie di rendimento minimo e dei meccanismi di partecipazione 
agli utili finanziari. La sostenibilità dei rendimenti minimi garantiti viene valutata 
attraverso analisi di tipo deterministico che stocastico, di medio e lungo periodo , 
effettuate a livello di Compagnia e, ove necessario, per singolo fondo. Tali 
analisi considerano l’interazione dinamica tra attivi e passivi e cercano di 
individuare le strategie di prodotto e di asset allocation volte ad ottimizzare il 
profilo di rischio/rendimento. 
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Al fine di tenere sotto controllo l’esposizione del Gruppo nei confronti dei 
mercati finanziari, mantenendo un’ottica di rischio/rendimento, il management 
adotta procedure e azioni a livello dei singoli portafogli, tra cui: 
 linee guida sull’allocazione strategica e tattica degli attivi aggiornate a 
seguito di variazioni nelle condizioni dei mercati e della capacità da parte 
del Gruppo di assumere rischi finanziari; 
 strategie di matching, a livello di flussi di cassa netti o di duration 
dell’attivo e del passivo, per la gestione del rischio di tasso di interesse; 
 strategie di copertura di tipo dinamico mediante strumenti derivati, quali 
opzioni, swap, forwards e futures; 
 politiche di gestione del portafoglio polizze e di pricing coerenti con i 
livelli delle garanzie sostenibili. 
Il Gruppo è dotato di un datawarerhouse per la raccolta ed aggregazione dei dati 
relativi agli investimenti finanziari, che garantisce omogeneità, tempestività ed 
un’elevata qualità delle analisi sui rischi finanziari. 
Il rischio di cambio derivante dalle emissioni di prestazioni subordinati in sterline 
è neutralizzato con specifiche operazioni con strumenti derivati di copertura. 
Il rischio di concentrazione consiste nella possibilità che una singola esposizione, 
o gruppo di esposizioni, generi una perdita di entità tale da compromettere la 
posizione di solvibilità e finanziaria del Gruppo. Ai fini di mitigazione del rischio 
di concentrazione, il Gruppo persegue l’efficace diversificazione sia degli 
investimenti che delle controparti. 
 
2.5. 1 SEGMENTO VITA 
In considerazione delle caratteristiche specifiche del business Vita, l’impatto di 
variazioni avverse dei mercati finanziari va misurato tendendo conto sia 
dell’effetto sul valore degli attivi che dei passivi. Come previsto dall’IFRS 4,  
l’impatto in oggetto è rappresentato come variazione percentuale dell’Embedded 
 66 
 
Value complessivo del Gruppo. Tale valore può essere definito come una 
valutazione del valore del Gruppo, al netto del valore attribuibile alla nuova 
produzione e risulta uguale alla somma di Adjusted Asset Value (ANAV) e 
Value In-Force (VIF), relativamente al portafoglio in essere alla data di 
valutazione e al perimetro di consolidamento. 
L’ANAV corrisponde al valore di mercato del patrimonio netto consolidato, al 
netto dell’avviamento e dei costi di acquisizione differiti e prima del pagamento 
del dividendo sugli utili dell’ano in corso. Il VIF, invece, corrisponde al valore 
attuale degli utili futuri relativi all’attività industriale, al netto delle tasse, 
generati dal portafoglio in essere alla data di valutazione. 
Relativamente ai rischi di mercato il Gruppo effettua le seguenti analisi di 
sensitività sull’Embedded Value, seguendo i parametri indicati dal CFO Forum: 
 curva dei tassi d’interesse +1%: sensitività ad un movimento parallelo 
della curva dei tassi d’interesse di+100 bps, seguito dalla variazione delle 
ipotesi economiche correlate;  
 curva dei tassi d’interesse -1%: sensitività ad un movimento parallelo 
della curva dei tassi d’interesse -100 bps con un livello miinimo dello 0%, 
seguito dalla variazione delle ipotesi economiche correlate; 
 investimenti azionari -10%: sensitività ad una diminuzione del 10% del 
valore di mercato di tutti gli investimenti di tipo azionario presenti in 
portafoglio alla data di valutazione; 
 immobili -10%: sensitività ad una diminuzione del 10% del valore di 
mercato di tutti gli investimenti immobiliari presenti in portafoglio alla 
data di valutazione. 
Nella tabella seguente si riportano le variazioni percentuali di Embedded Value 





Analisi di sensitività dell’Embedded Value Vita: Rischi di Mercato 
% 31/12/2012 31/12/2013 31/12/2014 
Variazione dei tassi di 
interresse +1% 
8,4 2,9 6,8 
Variazione dei tassi di 
interesse -1% 
-15,3 -6,4 -15,9 
Variazione dei corsi 
azionari -10% 
-4,1 -3,1 -3,5 
Variazione del valore di 
mercato degli 
immobili-10% 
-2,8 -3,0 -3,4 
 
In generale possiamo osservare come la riduzione dei prezzi azionari ed 
immobiliari produca una riduzione del valore per l’azionista; al contrario, una 
variazione della curva dei tassi d’interesse può avere effetti positivi o negativi a 
seconda della struttura del portafoglio assicurativo e del suo disallineamento, in 
termini di flussi di cassa, con gli attivi posti a copertura. 
 
2.5.2 SEGMENTO DANNI 
In linea con i requisiti dell’IFRS 7, l’impatto sull’attività dei segmenti possibili 
cambiamenti dei tassi di interesse e dei valori degli strumenti azionari viene 
rappresentato in termini di impatto totale stimato sul patrimonio netto del 
Gruppo, incluso il risultato del periodo al netto dei corrispondenti effetti fiscali. 
La valutazione del rischio di mercato, per i segmenti danni e per quello di 
holding e altre attività si effettua seguendo un approccio “bottom up”, con un 
modello di tipo “full valutation”, che per ogni strumento finanziario calcola la 
variazione di valore determinata da movimenti nei parametri di mercato applicati.  
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La valutazione riguarda gli strumenti finanziari in portafoglio al termine di ogni 
esercizio, sia derivanti da investimenti diretti che quelli indiretti detenuti tramite 
fondi, e gli strumenti derivati. 
La valutazione dell’impatto stimato sul bilancio del Gruppo derivante da 
possibili variazioni dei tassi di interesse riguarda sia gli strumenti finanziari a 
tasso fisso, che espongono il Gruppo al rischio di “fair value”, con impatto a 
patrimonio netto o a risultato, a seconda della loro classificazione contabile, sia 
gli strumenti finanziari a tasso variabile, che espongono il Gruppo al rischio di 
“cash flow”, con impatto sostanzialmente economico. A quest’ultimo riguardo, 
l’impatto contabile viene stimato con riferimento ad un ambito temporale 
prospettico di 12 mesi dalla data di bilancio. 
L’applicazione di stress test di +/- 100bp ai tassi di interesse +/- 10% di 
variazione dei corsi azionari presenta: 
 un potenziale impatto sul patrimonio netto del Gruppo riconducibile alla 
conseguente variazione del fari value dei titoli obbligazionari ed azionari 
classificati come attività disponibili per la vendita, 
 un potenziale impatto sul risultato del periodo del Gruppo riconducibile 
alla conseguente variazione del fair value dei titoli obbligazionari ed 
azionari classificati come attività finanziarie al fair value rilevato a conto 
economico; 
 un potenziale impatto sul risultato del periodo del Gruppo al ricalcolo 
delle cedole e dei ratei di interesse di tutti i titoli di debito a tasso 
variabile. 
La variazione dei tassi di interesse e dei corsi azionari, al netto della relativa 
fiscalità differita, comporta un potenziale impatto sul patrimonio netto del 
Gruppo. Per quanto riguarda gli impatti sull’utile, questi, siccome non 




Analisi di sensitività del patrimonio netto dei segmenti danni e di holding e altre 
attività: 
% 31/12/2012 31/12/2013 31/12/2014 
Variazione dei tassi di 
interesse +1% 
-546 -651 -833 
Variazione dei tassi di 
interesse -1% 
528 681 681 
Variazione dei corsi 
azionari +10% 
209 308 248 
Variazione dei corsi 
azionari -10% 
-211 -312 -247 
 
 
2.6  RISCHIO DI CREDITO 
Il rischio di credito si riferisce alle possibili perdite derivanti dall’insolvenza 
delle controparti nel rispettare i loro impegni (rischio di default), o da variazioni 
nelle esposizioni derivanti da cambiamenti nel merito di credito o 
dall’ampliamento del livello dello spread (rischio di ampliamento dello spread). 
Si distingue tra il rischio di credito degli investimenti finanziari e il rischio di 
credito della riassicurazione. 
 
2.6.1 RISCHIO DI CREDITO DEGLI INVESTIMENTI FINANZIARI 
Nell’ambito delle Linee Guida di Gruppo relative all’assunzione dei rischi 
vengono privilegiati investimenti in titoli di adeguato merito creditizio 
(investment grade) e incentivata la diversificazione del rischio. 
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Il Gruppo è dotato di un datawarehouse per la raccolta e l’aggregazione dei dati 
relativi agli investimenti finanziari, che garantisce omogeneità, tempestività ed 
un’elevata qualità delle analisi sui rischi finanziari. 
Per l’attribuzione di un rating interno ad emissioni ed emittenti si utilizzano i 
rating forniti dalle principali agenzie di rating. Qualora ve ne siano molteplici e 
vi sia divergenza tra di essi, si utilizza il secondo miglior rating fra quelli 
disponibili. Agli strumenti privi di rating viene attribuito un rating interno basato 
su analisi economiche-finanziarie. 
 Per ridurre il rischio di controparte, connesso alla strategia di copertura del 
rischio di mercato, vengono utilizzati meccanismi miglioratori del rischio quali la 
selezione delle controparti, il ricorso a strumenti quotati e l’integrazione dei 
contrati ISDA con il Credit Suport Annex. Quest’ultimo prevede la consegna di 
un bene collaterale quando il valore del contratto oltrepassa una certa soglia. 
Il fair value delle obbligazioni governative suddiviso per Paese: 
(in milioni di euro) 31/12/2012 31/12/2013/ 31/12/2014 
Obbligazioni 
governative 
138.760 140.339 167.301 
Italia 59.715 57.719 61.197 
Francia 26.439 28.594 35.734 
Germania 10.958 10.232 9.168 
Paesi dell’Europa 
centro-orientale 
8.317 8.174 10.234 
Resto d’Europa 20.928 23.862 11410 
Resto del Mondo 5.925 2.622 6.592 
Supernational 6.478 9.335 10.867 
 
Possiamo notare che l’esposizione ai titoli obbligazionari governativi è 
aumentata negli anni e più del 50% è rappresentata da titoli di debito italiani, 




Il fair value delle obbligazioni corporate per settore: 
(in milioni di euro) 31/12/2012 31/12/2013 31/12/2014 
Obbligazioni 
corporate 
110.108 113.541 129.255 
Finanziario 36.909 34.989 42.337 
Covered bonds 34.259 34.644 30.891 
Asset-backed 2.331 1.869 1.725 
Utilities 9.301 12.288 16.270 
Industriale 9.413 10.067 12.620 
Consumer 5.533 5.485 8.115 
Telecominicazioni 5.674 5.739 6.390 
Energetico 3.033 3.993 4.669 
Other 3.656 4.468  
 
Anche l’esposizione ai titoli obbligazionari corporate è aumentata negli anni ed è 
costituita principalmente da obbligazioni del settore finanziario. 
 
2.6.2  RISCHIO DI CREDITO DELLA RIASSICURAZIONE 
In aggiunta ai titoli di debito e strumenti finanziari derivati, il Gruppo è esposto 
al rischio di credito anche in considerazione dell’esposizione verso i 
riassicuratori a cui viene ceduta parte del business. Viene monitorata la capacità 
dei riassicuratori di adempiere alle obbligazioni contrattuali assunte nei confronti 
delle società del Gruppo. 
Il Gruppo stabilisce centralmente i principali criteri di affidabilità e solvibilità 
che tengono in considerazione le esposizioni e la probabilità di default di ciascun 
riassicuratore. 
Il criterio principale consiste in una massima esposizione trasferibile a ciascun 
riassicuratore che non deve eccedere una determinata percentuale del suo 
patrimonio netto. Tale esposizione può essere ridotta ulteriormente sulla base del 
rating assegnato dalle agenzie di rating e in relazione alla classe di affari 
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considerata stabilendo comunque delle soglie massime di ammontare in ragione 
delle caratteristiche della tipologia di rischio. 
Rating delle riserve tecniche a carico dei riassicuratori: 
(in milioni di euro) 31/12/2012 31/12/2013 31/12/2014 
AAA 6 6 3 
AA 2.947 2.621 1.972 
A 1.539 1.214 1.219 
BBB 325 169 142 
Non investment grade 5 0 0 
No rating 802 864 1.042 
Totale 5.624 4.875 4.378 
 
Questa tabella conferma la prudente politica adottata negli anni dal Gruppo nella 
selezione dei riassicuratori che consenta di avere un’elevata presenza di 
controparti nelle classi di rating di maggiore qualità. Il modesto peso delle 
controparti AAA riflette l’assenza quasi totale di operatori sul mercato che hanno 
mantenuto queste caratteristiche. 
 
2.7 RISCHIO ASSICURATIVO 
Il rischio assicurativo viene analizzato distintamente per il Segmento Vita e 
quello Danni. I rischi malattia vengono classificati vita o danno a seconda delle 
loro caratteristiche tecniche. 
 
2.7.1 SEGMENTO VITA 
I rischi assicurativi vita includono i rischi biometrici derivanti da eventi legati 
alla mortalità e al suo trend, alla morbilità, invalidità e longevità, nonché rischi 
legati all’andamento di spese e riscatti relativi ai contratti stipulati. 
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Nei portafogli vita delle Compagnie del Gruppo sono presenti soprattutto 
coperture a prevalente componente di risparmio, ma vi sonno anche coperture di 
puro rischio (morte e coperture complementari come invalidità, infortunio ecc.) e 
alcuni portafogli di rendite vitalizie, nei quali è presente il rischio longevità. 
I rischi associati ai prodotti con prevalente componente di risparmio, e con 
garanzie di rendimento minimo, vengono considerati nel pricing fissando tali 
garanzie in maniera prudenziale, in linea con la situazione peculiare di ogni 
mercato finanziario e di eventuali vincoli normativi. Al fine di gestire in modo 
ottimale i rischi ed i costi collegati alle opzioni implicite incluse in questi 
prodotti, il Gruppo ha perseguito, negli anni, una politica di ridefinizione della 
struttura delle garanzie finanziarie collegate. In tale ottica ha cercato di 
rimodellare la struttura del prodotto, legando in molti casi il livello e il 
riconoscimento delle garanzie alla permanenza all’interno del contratto. 
Analisi di sensitività dell’Embedded Value Vita: 
(%) 31/12/2012 31/12/2013 31/12/2014 
Spese di 
amministrazione -10% 
2,9 3,6 3,6 
Riscatti -10% 2,4 3,5 1,9 
Mortalità/Invalidità 
(escluse rendite) -5% 
3,2 2,0 1,8 
Mortalità (rendite) -5% -1,2 -0,8 -1,4 
 
Da questa tabella possiamo notare che la riduzione dei costi e della mortalità 
(rendite escluse) produce un aumento di valore; al contrario per il portafoglio di 
rendite in pagamento, a fronte di una riduzione dei tassi di mortalità si registra 
una corrispondente riduzione del valore. 
La diminuzione della propensione di uscita anticipata volontaria dai contratti può 
avere effetti sia positivi che negativi sull’Embedded Value, a seconda delle 
caratteristiche del portafoglio analizzato e della situazione economica 
contingente. In particolare, l’effetto preponderante sarà funzione dell’andamento 
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concorrente di una serie di variabili, tra cui il rendimento del fondo, il livello di 
garanzia minima e la struttura delle penalità di riscatto. Gli effetti compensativi, 
dovuti a questi fattori, fanno registrare, a livello di Gruppo, un incremento 
dell’Embedded Value al diminuire della propensione all’uscita volontaria. 
 
2.7.2 SEGMENTO DANNI 
I rischi assicurativi danni si riferiscono all’incertezza legata all’ammontare, alla 
tempistica e al verificarsi degli eventi. Rientrano in questa categoria: il rischio di 
sottoscrizione e il rischio di riservazione. 
Il rischio di sottoscrizione deriva dalla possibilità che i premi non siano 
sufficienti a coprire i sinistri futuri, i costi legati al contratto nonché eventi di 
volatilità estrema. La determinazione del rischio a livello di Gruppo implica 
stima dell’esposizione ai sinistri di frequenza, ai grandi sinistri ed alle catastrofi, 
al lordo ed al netto della riassicurazione, per la parte più rilevante del proprio 
portafoglio. 
A fronte di questo rischio il Gruppo ha sviluppato dei modelli di simulazione 
bottom-up stocastici o deterministici, che vengono opportunamente validati con 
analisi di sensitività e stress test. Per i rischi di frequenza, i grandi rischi e quelli 
di natura catastrofale si determinano i possibili scenari di danno e il capitale di 
rischio necessario, anche in funzione del tipo di struttura riassicurativa, 
ritenzione netta e copertura. Infine, il Gruppo adotta, anche per le cessioni 
riassicurative, modelli di valutazione ispirati ai principi Value Based 
Management, che vedono nella creazione di valore stimata a partire dal capitale 
di rischio la misura per stabilire l’efficienza e la congruità delle soluzioni da 
scegliere. 
Il rischio di riservazione è relativo all’incertezza legata allo smontamento delle 
riserve sinistri rispetto al loro valore medio atteso, in un orizzonte temporale pari 
ad un anno. Nello specifico si considera il rischio che le riserve attuariali non 
 75 
 
siano sufficienti a coprire gli impegni relativi agli obblighi futuri nei confronti 
dell’assicurato. La valutazione di questo rischio è strettamente correlata alla 
stima delle riserve medesime. Si considerando in modo appropriato i processi di 
stima delle riserve, utilizzando i triangoli dei sinistri e tutte le altre informazioni 
necessarie raccolte ed analizzate sulla base di specifiche linee guida. 
Il portafoglio sottoscritto 
Nei mercati in cui opera il Gruppo, la sottoscrizione è rivolta a tutti i rami. Il 
Gruppo è attivo nei segmenti Persone, Piccole-Medie Imprese e Corporate & 
Commercial. 
Il focus è posto principalmente su prodotti caratterizzati da un grado basso o 
medio di volatilità, con una presenza limitata e selettiva in segmenti di mercato 
quali per esempio l’energy. 
Le linee guida sottoscrittive sono caratterizzate da una particolare cautela 
relativamente ai rischi emergenti, mentre vengono generalmente escluse dalle 
coperture prestate le garanzie relative ai danni ad asbestosi.  
Tale sottoscrizione avviene in mercati geograficamente diversificati, pur 
mantenendo una concentrazione particolarmente elevata nell’Europa continentale 
dove si raccoglie circa il 94% dei premi diretti lordi. 
 
2.8  RISCHIO OPERATIVO 
I rischi operativi rappresentano  il rischio di perdite derivanti dall’inadeguatezza 
o dalla disfunzione di processi, risorse umane e sistemi interni, oppure da eventi 
esterni. La loro gestione è essenzialmente delegata alle singole unità operative le 
quali, in coerenza con gli obiettivi definiti dalla Capogruppo, sono chiamate a 
predisporre piani operativi e ad identificare e realizzare iniziative di mitigazione 
di quei rischi che ne possano compromettere il conseguimento. Il monitoraggio 
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dei rischi e delle azioni di mitigazione è garantito dalla funzione Risk 
Management di Gruppo. 
In questa categoria rientrano anche il financial reporting risk e il compliance risk. 
Il finanzial reporting risk definito come il rischio di errata contabilizzazione del 
dato generato da una transazione aziendale che comporti una non veritiera e 
corretta rappresentazione della situazione patrimoniale, economica e finanziaria 
della società nel bilancio di esercizio, nel bilancio consolidato, nonché in ogni 
altra comunicazione di carattere finanziario. Per la sua gestione è stato definito 
un modello che si ispira ai frame work riconosciuti a livello internazionale (Coso, 
Cobit). La definizione dell’aspetto metodologico e organizzativo del modello di 
financial reporting risk nella Compagnia e nel Gruppo e il monitoraggio della sua 
effettiva implementazione sono demandati al Dirigente Preposto alla redazione 
dei documenti contabili societari della Capogruppo, supportato dalla struttura 
Group Financial Reporting Risk. 
Il compliance risk (rischio di non conformità) definito come il rischio di 
incorrere in sanzioni giudiziarie o amministrative, perdite patrimoniali o danni di 
reputazione, in conseguenza di violazioni di legge, regolamenti o provvedimenti 
applicabili alle attività delle compagnie. Il Gruppo si è dotato di una “Group 
Compliance Policy” che definisce i principi e le linee guida per lo svolgimento 
delle attività di compliance e prevede, nell’ambito dell’esercizio delle attività di 
direzione e coordinamento della Capogruppo, flussi informativi verso 
quest’ultima da parte delle Funzioni di compliance delle Società del Gruppo. 
 
2.9 RISCHI NON RELATIVI AL PILASTRO I DI SOLVENCY II 
La categoria include i rischi che non sono inclusi nelle precedenti categorie e per 
i quali non è previsto un requisito di capitale. Si tratta degli altri rischi che 
incidono sulle capacità di raggiungimento degli obiettivi della 
compagnia/Gruppo ma la cui corretta gestione e mitigazione non comporta 
l’attribuzione di un ammontare specifico di capitale. 
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2.9.1 RISCHIO DI LIQUIDITA’ 
Il Gruppo gestisce il rischio di liquidità al fine di far fronte agli impegni previsti 
e a quelli di cassa legati a situazioni non prevedibili. Vengono considerate anche 
difficoltà legate alla liquidabilità degli attivi. 
Il rischio di liquidità viene definito come il rischio di non essere in grado di far 
fronte efficientemente agli impegni di cassa previsti ed imprevisti, ovvero di 
essere in grado di farvi fronte solamente tramite l’accesso a condizioni 
peggiorative al mercato del credito o tramite la liquidazione di attivi finanziari a 
forte sconto. Esso viene preventivamente monitorato e gestito a livello locale 
dalle singole business units, all’interno di un modello di gestione e monitoraggio 
del rischio di liquidità definito a livello di Gruppo (Liquidity Risk Model). Il 
modello si focalizza sulla proiezione annuale dei flussi di cassa così come sullo 
stato di liquidità del portafoglio investimenti, con particolare focus su quelli 
destinati alla copertura delle riserve tecniche. 
Vengono calcolati alcuni indicatori che evidenziano possibili situazioni di stress 
di liquidità, in ciascun scenario. I principali indicatori utilizzati sono: 
 l’indice di copertura delle riserve tecniche; 
 l’indice di liquidabilità del portafoglio investimenti; 
 l’indice di deficit di liquidità. 
A partire dagli indicatori delle singole Società del Gruppo vengono calcolati 
l’Indice di Copertura del Rischio di Liquidità di Gruppo e l’Eccesso di Liquidità 
di Gruppo, che misurano l’ammontare delle risorse liquide disponibili a livello di 
Gruppo. 
Tale framework ha l’obiettivo di disciplinare un approccio comune alla gestione 
del rischio di liquidità al fine di garantire l’adeguata sostenibilità finanziaria di 
tutte le uscite previste ed impreviste delle principali Compagnie del Gruppo, in 
un orizzonte di breve/medio termine. 
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A tal fine, il Gruppo si è dotato di un’apposita politica di gestione del rischio di 
liquidità, che fornisce un quadro generale dei principali fattori di rischio, oltre 
che dettagliare le principali azioni e strategie da intraprendere al fine di un loro 
preventivo controllo e mitigazione, di linee operative che definiscono le 
principali attività di monitoraggio, la loro frequenza, ed i limiti relativi a ciascun 
indicatore chiave per la misurazione del rischio, ed infine di uno specifico 
Contigency Funding Plan con l’obiettivo di identificare e formalizzare i processi 
di governance ed i piani finanziari da attivare in caso di rilevanti stress di 
liquidità. 
La politica di gestione del rischio di liquidità e le rispettive linee guida operative 
sono state formalmente approvate dai Board di ciascuna società operativa del 
Gruppo rientrante nel perimetro di applicazione. 
Per le entità operanti nei rami danni, puntuali trattati di riassicurazione verso la 
Capogruppo consentono di ridurre a livello locale i principali rischi primari 
assunti, mitigando le possibili conseguenze di eventi catastrofali o grandi sinistri 
che potrebbero impattare sulla stabilità finanziari delle singole compagnie. 
A luglio 2013 il Gruppo Generali è stato inserito dallo IAIS (International 
Association of Insurance Supervisors) nella lista dei Global Systemically 
Important Insurers (GSII), ovvero i principali gruppi assicurativi a livello globale 
il cui eventuale fallimento potrebbe compartare ripercussioni negative sull’intero 
sistema economico. Tale norma ha comportato la necessità di rafforzare il 
presidio sul rischio di liquidità di Gruppo, in quanto espressamente richiesto 
dalla nuova normativa. 
Il Gruppo Generali ha pertanto intrapreso un progetto di perfezionamento dei 
propri processi e modelli interni relativi al monitoraggio del rischio di liquidità al 
fine di essere compliant anche con le nuove richieste di GSII. 
Tale progetto ha trovato perfezionamento nel corso del 2014 tramite la formale 
approvazione da parte del Board di Assicurazioni Generali S.p.A del Liquidity 
Risk Management Plan, ovvero di uno specifico piano di Gruppo che definisce e 
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disciplina tutti i principali aspetti legali legati al rischio di liquidità di Gruppo, 
dalle potenziali fonti di stress passando per gli strumenti di monitoraggio e 
mitigazione fino a prevedere adeguati sistemi di governance ed escalation per la 
gestione delle situazioni di criticità. 
Il livello della liquidità nella Capogruppo, Assicurazioni Generali S.p.A., viene 
periodicamente monitorato al fine di garantire tutti gli impegni a cui la società 
sarà chiamata a rispondere nel breve e medio termine. L’attività di monitoraggio 
include: un attento controllo dell’andamento industriale, puntuali stime sui 
dividendi che verranno erogati dalle compagnie del gruppo, valutazioni sulle 
possibili necessità di capitale delle controllate, nonché una continua analisi delle 
strategie di rifinanziamento del debito di Gruppo. 
Tale valutazioni, supportate dall’analisi del modello di misurazione del rischio di 
liquidità (liquidity risk model), vengono estese prendendo come riferimento 
scenari economici e dei mercati finanziari sfavorevoli, con lo scopo di essere in 
grado di soddisfare tutte le esigenze di liquidità che si dovessero venire a creare 
nei diversi contesti di mercato. 
Le principali fonti di approvvigionamento della liquidità della Capogruppo sono i 
flussi di cassa derivanti dalle attività assicurative e riassicurative, i dividendi 
dalle controllate, i finanziamenti infragruppo, le linee di credito disponibili 
presso primari istituti di credito, un sistema integrato di cash pooling, la vendita 
di attivi ed il veloce ed efficace accesso al mercato del debito, permanentemente 
monitorato dalle strutture competenti. 
Con l’attività di costante monitoraggio dei flussi di cassa il Gruppo si pone 
l’obiettivo di mantenere una posizione di elevata solidità finanziaria, in un 





2.9.2 RISCHIO STRATEGICO, REPUTAZIONALE, CONTAGIO E RISCHI 
EMERGENTI 
Il rischio strategico è il rischio originato dai cambiamenti esterni e/o interni dalle 
decisioni interne che possono compromettere il profilo di rischio della 
compagnia e del Gruppo. 
Il rischio reputazionale è il rischio di danno potenziale derivante dal 
deterioramento della reputazione del Gruppo o da una negativa percezione 
dell’immagine aziendale tra i clienti, le controparti, gli azionisti o le Autorità di 
Vigilanza. 
Il rischio di contagio è il rischio derivante dall’appartenenza al Gruppo, cioè il 
rischio che situazioni di difficoltà che insorgano in un’entità del Gruppo possano 
propagarsi con effetti negativi sulla situazione patrimoniale, economica o 
finanziaria del Gruppo. 
I rischi emergenti sono i nuovi rischi derivanti dall’evoluzione del contesto 
interno ed esterno che possono comportare un incremento delle esposizioni a 
rischi già previsti nella Mappa dei Rischi ovvero richiedere l’introduzione di una 












GRUPPO VITTORIA ASSICURAZIONI 
3.1 STORIA E MODELLO DI GOVERNANCE 
Vittoria Assicurazioni è una compagnia indipendente costituita a Milano nel 
1921. Quotata nel 1988 alla Borsa Valori di Milano, dal novembre 2001 fa parte 
del Segmento STAR del Mercato Telematico Azionario gestito da Borsa Italiana 
S.p.A. 
La Società opera in tutti i rami assicurativi e sull’intero territorio nazionale 
attraverso una capillare organizzazione commerciale con 409 agenzie generali e 
922 sub-agenzie (dato al 31/12/2014). 
Vittoria Assicurazioni si propone prevalentemente come l’assicuratore delle 
famiglie e delle piccole e medie imprese, con particolare attenzione 
all’individuazione di soluzioni innovative e alla qualità del servizio offerto. 
Vittoria Assicurazioni è capogruppo dell’omonimo Gruppo assicurativo, iscritto 
al n. 008 dell’Albo dei Gruppi Assicurativi tenuto dall’Istituto per la Vigilanza 
sulle Assicurazioni (IVASS). Al 31 dicembre 2014 nel Gruppo erano presenti 14 
società controllate da Vittoria Assicurazioni, aventi ad oggetto attività connesse 
ed ausiliarie all’attività assicurativa, operanti prevalentemente nel settore 
immobiliare e nel settore dei servizi. Il Gruppo Vittoria Assicurazioni opera nel 
settore assicurativo unicamente tramite la Capogruppo e, nell’ambito della 
propria strategia di ottimizzazione del profilo di rischio / rendimento, ha 
indirizzato parte dei propri investimenti nel settore immobiliare (trading, 
sviluppo e servizi di intermediazione e gestione immobiliare) tramite Vittoria 
Immobiliare S.p.A. e altre partecipazioni, e nel settore del private equity. 
Il sistema di amministrazione e controllo di Vittoria Assicurazioni S.p.A. è 
basato sul modello tradizionale, che prevede una netta separazione tra attività di 
amministrazione, affidate al Consiglio di Amministrazione, e attività di controllo, 
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affidate al Collegio Sindacale, entrambi di nomina assembleare. Il controllo 
contabile è affidato ad una società di revisione. 
Vittoria Assicurazioni S.p.A. si è dotata, sin dal 2004, di un Codice Etico che ha 
lo scopo di esplicitare, nei confronti di coloro che investono quotidianamente le 
proprie energie nella Società e di tutti coloro con i quali la Società stessa 
intrattiene rapporti, il complesso di regole e principi etici che hanno sempre 
contraddistinto la storia di Vittoria Assicurazioni 
La strategia aziendale è orientata a mantenere l’indipendenza del Gruppo 
rispetto ad altre realtà assicurative. Per quanto riguarda invece la struttura e 
l’azionariato, Vittoria Assicurazioni conta tra i suoi principali azionisti una 
serie di gruppi nazionali e internazionali: Pirelli & C., BNP Paribas, Banca 
Passadore & C., Ersel Asset Management, Münchener Rück, oltre ad altri 
azionisti privati. Il Gruppo assicurativo dispone di una struttura organizzata 
in cinque direzioni centrali e quattordici divisioni settoriali. Ognuna di queste 
è responsabile di specifiche attività nel settore assicurativo e lavora in 
sinergia con la sede centrale. Nei settori tecnici, amministrativi, commerciali 
e marketing lavorano oggi più di 400 persone, impegnate nei vari reparti: la 
mission dell’azienda è offrire al cliente prodotti e soluzioni innovativi e 
flessibili che riflettano i reali bisogni della clientela in campo assicurativo, 
previdenziale e di gestione del risparmio. 
La gestione è condotta secondo una filosofia aziendale e principi volti a 
migliorare costantemente il rapporto tra rischi e rendite dei capitali investiti.  
Vittoria Assicurazioni interpreta il concetto di innovazione in maniera molto 
particolare. Di fronte a un panorama economico in continua evoluzione, 
anche il successo di un’iniziativa commerciale può mutare nel tempo. 
Mercato e clienti richiedono un netto miglioramento dei rapporti 
interpersonali con i propri interlocutori, una presenza ramificata sul territorio 
e una maggiore sensibilità al rapporto costo-qualità. 
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In questo scenario, si è consolidato il trend di proporre offerte assicurative e 
di previdenza complementare sempre più omogenee - spesso in concerto con 
una banca virtuale - assieme ad iniziative commerciali pensate per una platea 
indistinta di clienti. Si è imposta anche la tendenza di sottoscrivere 
partnership con altri operatori del settore, in modo da lavorare in cordata.  
Vittoria Assicurazioni segue una strada diversa, puntando con decisione a 
target mirati, a cui offre prodotti assicurativi e soluzioni mirate sulla base 
delle reali esigenze della clientela di ferimento. 
Negli anni la compagnia assicurativa si è imposta come partner privilegiato e 
punto di riferimento per una serie di categorie professionali, tra cui a titolo di 
esempio: 
 i dipendenti del Ministero della Difesa e dello Stato Maggiore; 
 i soci del Touring Club Italiano; 
 gli iscritti alle associazioni che riuniscono sotto la loro egida gli 
amanti del camper; 
 i soci della Federazione Italiana Agenti Immobiliari Professionali;  
 i membri dell’Associazione Nazionale Magistrati.  
Vi sono anche numerose aziende che si sono rivolte a Vittoria 
Assicurazioni per tutelare il patrimonio e l’integrità di dipendenti e 
collaboratori: Fiaip, Indena, Martini & Rossi. 
All’interno di questo disegno volto alla specializzazione, c’è spazio anche per 
le utenze private. Ad oggi sono circa 300 mila le famiglie che fanno 
affidamento su Vittoria Assicurazioni per le loro esigenze relative 
all’assicurazione auto, all'assicurazione vita e alla previdenza 




3.2 SISTEMA DI CONTROLLO INTERNO E DI GESTIONE DEI RISCHI 
Nel corso dell’esercizio 2014 l’intero sistema di controllo interno e gestione dei 
rischi è stato riesaminato ed i suoi principi fondamentali sono stati formalizzati 
dal Consiglio di Amministrazione, in ottemperanza alle nuove disposizioni 
introdotte nel Regolamenti Isvap n. 20 e n. 36 dal provvedimento Ivass n. 17 del 
14 aprile 2014. 
Nel secondo semestre dell’esercizio 2014, il Consiglio ha approvato specifiche 
Politiche di indirizzo che stabiliscono le linee guida del complessivo sistema di 
controllo interno e di gestione dei rischi, definendo, in particolare, i livelli di 
propensione al rischio della Compagnia. 
Le politiche approvate dal Consiglio sono state preventivamente sottoposte 
all’esame preventivo del Comitato Controllo e Rischi nonché, per gli argomenti 
di competenza, del Comitato Finanza. 
L’architettura del sistema di gestione dei rischi proposta prevede che le linee 
guida fondamentali vengano delineate nella “Politica di Gestione dei Rischi”, i 
cui principi vengono quindi declinati e dettagliati nelle ulteriori politiche 
specifiche previste dai Regolamenti Isvap n. 20 e n. 36. 
Il sistema è quindi integrato dai documenti “Propensione al Rischio” (Risk 
Appetite Framework , “RAF”) e dal processo di valutazione interna dei rischi e 
della solvibilità anche in chiave prospettica (Forward Looking Assessment Own 
Risks / Own Risk and Solvency Assessment, “FLAOR/ORSA”). 
Trasversali al sistema complessivo dei controlli interni e di gestione dei rischi vi 
sono le politiche delle tre funzioni di controllo, Internal Audit, Compliance e 
Risk Management. 
La responsabilità del sistema di controllo interno e di gestione dei rischi compete 
al Consiglio di Amministrazione, che provvede a fissarne le linee di indirizzo e a 
verificarne periodicamente l'adeguatezza e l'effettivo funzionamento, assicurando 
che i rischi aziendali vengano identificati e gestiti idoneamente. 
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Il Consiglio di Amministrazione definisce e approva le politiche e le strategie di 
controllo interno e di gestione dei rischi nonché la propensione, le preferenze ed i 
livelli di tolleranza al rischio, determinando obiettivi di performance coerenti con 
il livello di adeguatezza patrimoniale. 
Le Politiche di indirizzo sul sistema dei controlli interni e di gestione dei rischi, 
approvate dal Consiglio di Amministrazione, sono soggette a revisione annuale 
da parte del Consiglio stesso. 
In accordo con le Politiche di indirizzo, il Consiglio, previa attività istruttoria da 
parte del Comitato Controllo e Rischi, approva annualmente i piani delle funzioni 
di controllo (Internal Audit, Compliance e Risk Management). Le medesime 
funzioni relazionano il Consiglio sull’attività svolta con cadenza semestrale. 
Il Consiglio assicura che l’Alta Direzione implementi correttamente il sistema di 
controllo interno e di gestione dei rischi coerentemente con le disposizioni fornite 
e ne verifica la relativa efficienza, completezza, appropriatezza e tempestività dei 
flussi informativi. A tal fine, il Consiglio analizza le eventuali problematiche 
individuate ponendo in essere le necessarie azioni correttive, delle quali in 
seguito verifica l’efficacia. 
Il Consiglio approva, con cadenza annuale, l’organigramma ed il 
funzionigramma, unitamente al modello delle deleghe e delle procure che 
definisce l’articolazione delle responsabilità assegnate alle singole unità 
operative. A tal proposito, il Consiglio, al fine di gestire in maniera efficiente ed 
efficace i rischi, approva il modello delle deleghe prestando particolare cura 
nell’evitare un’eccessiva concentrazione di poteri in un singolo soggetto, e pone 
in essere strumenti di verifica sull’esercizio di poteri delegati. 
A fronte dell’attività volta all’identificazione dei rischi a cui la Compagnia è 
esposta, il Consiglio approva idonei piani di emergenza con lo scopo di tutelare il 




Il Consiglio, inoltre, approva il piano strategico IT, al fine di salvaguardare la 
presenza di una struttura complessiva dei sistemi informativi integrati che 
rispondano alla necessità di assicurare la qualità e la completezza dei dati e delle 
informazioni aziendali. 
Nell’espletamento delle proprie funzioni, il Consiglio si avvale delle attività 
propositive, consultive e di controllo appositamente attribuite ai Comitati 
consiliari, con le funzioni già illustrate nei precedenti capitoli della presente 
Relazione. 
Il compito di sovrintendere alla funzionalità del sistema di controllo interno 
rientra nelle competenze affidate dal Consiglio di Amministrazione 
all’Amministratore Delegato. 
Le Politiche di indirizzo relative alle funzioni di controllo, approvate dal 
Consiglio di Amministrazione, su proposta del Comitato Controllo e Rischi, 
stabiliscono i compiti, le modalità operative, le modalità di coordinamento 
nonché la natura e la frequenza della reportistica agli organi sociali da parte delle 
funzioni di controllo, in accordo anche con quanto disposto dal Regolamento 
Isvap n. 20. 
Allo scopo di favorire la circolazione dei flussi informativi tra le funzioni di 
controllo ed i diversi Comitati consiliari, il Consiglio di Amministrazione ha 
approvato l’istituzione di un’apposita struttura aziendale denominata “Controllo 
e Pianificazione di Gruppo”, che rappresenta un elemento di armonizzazione 
delle diverse funzioni nel processo di adeguamento della struttura in ottica 
Solvency II. 
 
3.3 GESTIONE DEI RISCHI ASSICURATIVI: OBIETTIVI E POLITICHE 
L’attività assicurativa del Gruppo viene gestita con l’obiettivo di diversificare la 
gamma delle coperture assicurative offerte mediante una accurata e corretta 
tariffazione delle polizze. 
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In tale contesto viene effettuata una diversificazione dei rischi in funzione della 
segmentazione del portafoglio clienti (famiglie, individui, professionisti, piccoli 
operatori economici, piccole/medie e grandi imprese). Nell’ambito di queste 
categorie di clienti viene privilegiata la ritenzione netta dei premi sui rischi della 
linea persone e delle piccole/medie imprese; non viene peraltro dedicata minore 
attenzione al comparto delle imprese di maggiori dimensioni, le cui coperture 
sono fronteggiate da una adeguata politica riassicurativa. 
La diversificazione dei canali di vendita (Agenti, sub-Agenti, Brokers, accordi di 
bancassicurazione) viene conseguita in dipendenza di una accurata 
segmentazione geografica dei mercati, con la messa in evidenza delle necessarie 
coperture professionali atte a rispondere alla evoluzione delle esigenze della 
clientela. 
Lo sviluppo ed il consolidamento dei rapporti con gruppi omogenei di clienti 
(Affinity Groups) viene seguito con strutture particolarmente dedicate con la 
finalità di individuare correttamente le loro esigenze assicurative, alla cui 
soddisfazione, tariffazione e copertura, provvedono le suddette strutture. 
L’insieme di queste attività tende all’obiettivo di incrementare la quota del 
mercato dei Rami Danni, con particolare riferimento al settore non Auto, e di 
intraprendere nuovi percorsi di sviluppo nei rami Vita. Il tutto avendo sempre 
presente quale obiettivo primario il consolidamento della redditività tecnica e del 
combined ratio che rappresenta il grado di copertura degli oneri relativi ai 
sinistri, dei costi commerciali e dei costi della struttura. 
Infine, obiettivo non secondario è l’aggiornamento costante del sistema 
gestionale informatico denominato New Age, tenendo conto dell’evoluzione dei 
processi gestionali di Direzione e di Agenzia, al fine di monitorare costantemente 
il portafoglio, le concentrazioni di rischio e l’adeguatezza della velocità di 




Il Gruppo intende perseguire questi obiettivi con un consolidamento della Rete 
Agenziale sull’intero territorio nazionale, garantendo pertanto una 
diversificazione territoriale dei rischi, non senza dedicare estrema attenzione alle 
aree contraddistinte da sinistralità anomala. 
Inoltre il Gruppo, procedendo sulla poliennale strada dell’aggiornamento 
professionale agenziale, prosegue il suo percorso di formazione rivolta sia agli 
Agenti che ai loro Collaboratori, nella condivisa convinzione che il mercato 
assicurativo presenti tutt’ora ampi margini di sviluppo in settori oggi considerati 
di nicchia, cui è richiesta una preparazione professionalmente adeguata e 
costantemente aggiornata. Il tutto attraverso la realizzazione di prodotti 
trasparenti per gli Assicurati, campagne di incentivazioni agli Agenti che 
garantiscano e diffondano il mix ottimale delle coperture offerte, nonché il 
ricorso alla riassicurazione passiva perseguendo una politica di equilibrio tecnico 
nei rischi di massa e di protezione dai sinistri di punta e di natura catastrofale. 
Non secondaria è infine la politica di contenimento dei costi soprattutto grazie al 
sistema gestionale integrato Direzione/Agenzia. 
Inoltre, la presenza di Attuari Danni specializzati consente non solo la corretta 
tariffazione dei rischi (adeguamento alla sinistralità attesa), ma anche 
l’elaborazione di tariffe personalizzate con contenuto innovativo. In particolare il 
maggior grado di personalizzazione è raggiunto nel Ramo R.C. Auto con il 
prodotto di punta del Gruppo. Il segmento “corporate”, comprendente grandi 
imprese, risulta da sempre caratterizzato da una tariffazione che tiene conto 
dell’affidabilità dell’Assicurato e del livello di rischio da assumere. Per 
consentire un controllo dei rischi da assumere, gli Agenti operano nell’ambito di 
un’autonomia costantemente monitorata e aggiornata, definita da limiti che 
variano in funzione del tipo di garanzia e della dimensione del rischio. Oltre tali 





3.4 ANALISI DEI RISCHI ASSICURATIVI 
I rischi assicurativi cui il Gruppo è esposto vengono raggruppati nelle principali 
categorie: rischio di credito, rischio di concentrazione, rischio di copertura delle 
esposizioni catastrofali (Terremoto, Grandine e Alluvione), rischio di 
riservazione e sottoscrizione. 
 
3.4.1 RISCHIO DI CREDITO 
Con riferimento al rischio di credito  la Capogruppo fa ricorso a riassicuratori 
primari. Le società di rating di riferimento sono Standard & Poor’s, Moody’s, 
Fitch e A.M. Best. Nella seguente tabella si riportano i rapporti patrimoniali in 
essere alla data di reporting suddivisi per rating: 
 
(importi in migliaia di euro)    
  Rapporti patrimoniali 
netti 
 
Rating S&P/A.M. Best 
Moody’s 
2012 2013 2014 
AA+ 1.028 6 -52 
AA 344 2.984 761 
AA- 21.070 21.469 17.227 
A+ 11.181 15.117 10.394 
A 2.527 2.735 4.113 
A- 3.126 2.575 938 
BAA1 - - 3.977 
BAA2 1.486 -3  
BBB+ - - -1 
Senza rating 3.408 2.157 3.386 






3.4.2 RISCHIO DI CONCENTRAZIONE 
Il Gruppo Vittoria, nell’intento di sterilizzare la concentrazione dei rischi, 
distribuisce i propri prodotti Danni e Vita su tutto il territorio nazionale con un 
approccio di vendita multi-canale. 
L’analisi della raccolta premi al 31 di ogni anno evidenzia che l’80% circa (85% 
nel 2013 e 82% nel 2012) del totale dei premi della Società deriva dall’attività di 
assicurazione nei Rami Danni e in particolare nel Ramo Resp. Civ. Auto (49,0% 
circa nel 2014, 52,0% nel 2013 e 55,0% nel 2012). La concentrazione della 
raccolta in questi Rami comporta che la redditività della Società dipende in 
buona misura dalla frequenza dei sinistri, dal loro costo medio e dall’efficiente 
gestione della tariffazione e della liquidazione. Tale concentrazione potrebbe 
rendere la Società più vulnerabile a fronte di mutamenti nel quadro normativo e 
nelle tendenze del mercato che potrebbero tradursi in un aumento dei risarcimenti 
dovuti agli Assicurati. I relativi rischi vengono contenuti perseguendo la 
fidelizzazione degli Assicurati che presentano comportamenti più virtuosi, 
mediante una accentuata personalizzazione delle tariffe. Si ottiene così una 
normalizzazione delle entità dei sinistri nonché una riduzione della volatilità del 
portafoglio. 
 
3.4.3 RISCHIO DI COPERTURA DELLE ESPOSIZIONI CATASTROFALI 
Esposizione Terremoto: 
Le coperture riassicurative poste in essere per ridurre l’esposizione al rischio 
terremoto, sono state calcolate, utilizzando i principali strumenti disponibili sul 
mercato, in funzione dell’evidenza di massimo danno probabile sul portafoglio 
dei Rami Incendio e Altri Danni ai Beni (settore Rischi Tecnologici), calcolato 
per un periodo di ritorno di 250 anni, che è quello più diffusamente utilizzato nel 
mercato italiano. La protezione acquistata è ampiamente superiore rispetto al 




Per questa garanzia è stata acquistata una copertura per le esposizioni relative ai 
rischi presenti nel Ramo Corpi Veicoli Terrestri, ampiamente superiore rispetto 
al peggior sinistro storicamente verificatosi nel Ramo. 
Esposizione Alluvione: 
Per questa garanzia catastrofale l’esposizione è stata calcolata con un modello di 
valutazione utilizzato anche da altri operatori del mercato e la capacità 
acquistata, conformemente a quanto è stato fatto per il rischio Terremoto, è 
ampiamente superiore rispetto all’ipotesi peggiore del modello. 
 
3.4.4 RISCHIO DI RISERVAZIONE E SOTTOSCRIZIONE 
Rami danni: 
Il rischio di riservazione misura il rischio che le riserve sinistri appostate in 
bilancio non siano sufficienti a far fronte agli impegni verso gli assicurati o i 
danneggiati. 
La riserva sinistri rappresenta il costo ultimo sostenuto dalla Capogruppo per 
estinguere tutti gli obblighi derivanti da denunce di sinistro già pervenute o 
stimate (sinistri IBNR) e viene determinata in base alla documentazione 
disponibile al momento della chiusura del bilancio e alle valutazioni attuariali. 
Il rischio di riservazione viene monitorato costantemente osservando lo sviluppo 
del costo ultimo e variando le riserve coerentemente. 
Il rischio di sottoscrizione misura il rischio che i premi non siano sufficienti a 
coprire i sinistri e le spese future. In particolare, considerata la rilevanza del 
portafoglio è strettamente monitorato il rischio di pricing del Ramo R.C. Auto. 
La determinazione dei premi di tariffa prevede l’elaborazione di analisi 
statistiche e modelli attuariali per valutare il fabbisogno tariffario. 
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Il rischio di sottoscrizione viene monitorato attraverso specifiche analisi 
periodiche di movimentazione e di andamento tecnico dei rischi in portafoglio, 
allo scopo di evidenziare le eventuali aree di intervento tariffario e validare i 
modelli utilizzati. 
Rami vita: 
Nel portafoglio Vita della Capogruppo sono presenti coperture di puro rischio 
(assicurazioni sulla morte, Long Term Care, invalidità, infortunio), coperture con 
componente di risparmio e coperture di rendite vitalizie. 
I rischi assicurativi inerenti tale portafoglio sono molteplici e comprendono sia i 
rischi di natura finanziaria per i contratti che prevedono una garanzia di tasso 
minimo di rendimento, sia quelli di natura biometrica derivanti da eventi legati 
alla mortalità, alla longevità, all’invalidità e alla non autosufficienza, oltre a 
quelli derivanti dall’andamento delle spese contrattuali, aziendali e da riscatto 
relativi alle uscite anomale dei contratti stipulati. 
Tali rischi vengono valutati prudenzialmente nella fase di pricing del prodotto 
che si conclude con l’adozione di ipotesi (le basi tecniche di primo ordine) che 
vengono ritenute le migliori per coprire i rischi assunti, tenendo conto, sia per la 
componente finanziaria sia per quella demografica, dei vincoli normativi (es: 
limiti massimi di garanzia finanziaria) e delle informazioni più aggiornate circa 
le dinamiche demografiche (es: mortalità e/o sopravvivenza) e le dinamiche di 
portafoglio (es: rescissioni, riscatti, ecc.). 
La fase di pricing, attuata mediante tecniche di profit testing, presuppone inoltre 
la definizione di ipotesi attese (ipotesi di secondo ordine) desunte dall’esperienza 
propria della Capogruppo o dal mercato. Ove non disponibili, si integrano con 
ipotesi macroeconomiche di andamento dei tassi di mercato, inflazione, tassi di 
attualizzazione, tasso di rendimento degli attivi, ipotesi di mortalità e dinamica di 
portafoglio e ipotesi industriali su livelli di costi e spese sia di natura distributiva 
sia di natura amministrativa. 
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Nell’ambito di tali valutazioni ex ante (effettuate in fase di tariffazione) vengono 
realizzate delle analisi di sensitività del risultato al variare delle ipotesi succitate 
(primo e secondo ordine) per giungere alla migliore definizione delle basi 
tecniche della tariffa. 
Analogo procedimento viene seguito per la valutazione ex post del prodotto, 
effettuata sul portafoglio effettivamente assunto, al fine di verificare le 
valutazioni formulate in sede di progettazione del prodotto. 
Particolare attenzione viene posta sugli elementi di mitigazione del rischio 
demografico che si possono ravvisare in diversi momenti. In fase di tariffazione 
per il portafoglio caso morte vengono scelte tavole di mortalità maggiorate da 
opportuni caricamenti di sicurezza. Nella stesura delle condizioni di polizza sono 
stabilite le esclusioni di copertura dei rischi. 
La sottoscrizione dei rischi prevede limiti assuntivi sul capitale, sull’età e sulle 
condizioni dell’assicurando. Sotto il profilo medico esistono requisiti sanitari al 
di sotto dei quali i rischi vengono esaminati direttamente dalla Direzione con 
l’ausilio del proprio consulente medico; attraverso la compilazione del 
questionario sanitario, professionale e sportivo la Direzione può applicare in base 
alle risposte fornite eventuali sovrappremi. Anche le richieste di deroghe sono 
sottoposte ad un iter autorizzativo da parte della Direzione in modo da mantenere 
l’esposizione al rischio entro limiti ammissibili. 
Infine, per le tariffe di puro rischio (morte e non autosufficienza Long Term 
Care) risulta di fondamentale importanza il ricorso alla riassicurazione. In 
particolare, le attività eseguite di concerto con il riassicuratore riguardano la 
tariffazione dei contratti in forma collettiva, la tariffazione dei prodotti Long 
Term Care, la valutazione del rischio per la copertura caso morte con capitali 
superiori ad una soglia prefissata. 
Per quanto concerne il calcolo delle riserve, questo viene effettuato secondo le 
formule di calcolo contenute nelle note e relazioni tecniche conservate presso la 
società mediante le basi tecniche del primo ordine. Il calcolo viene controllato 
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puntualmente sulle tariffe con il maggior peso nel portafoglio della Capogruppo e 
su quelle soggette a nuova produzione. 
Inoltre, viene svolta periodicamente una attività di controllo attraverso la 
movimentazione di portafoglio per categoria ministeriale, mediante l’analisi dei 
flussi di entrata e di uscita che determinano una variazione delle riserve tecniche 
dall’inizio dell’esercizio fino alla data della nuova costituzione delle riserve. 
I flussi di entrata presi in considerazione sono quietanzamenti, emissioni, 
riattivazioni, movimenti di portafoglio, rivalutazione delle polizze preesistenti, 
che si traducono in incremento di prestazione e di riserva. 
I flussi di uscita, che si traducono in decrementi di prestazione e di riserva, sono 
riscatti, sinistri, scadenze, erogazione rendite vitalizie, trasformazione polizze, 
mancati perfezionamenti, rescissioni, riduzione prestazioni per interruzione 
pagamento premi, movimenti di portafoglio. 
Un ulteriore controllo a campione viene svolto dall’Attuario Incaricato in 
occasione del bilancio, mediante l’estrazione a sorte di un determinato numero di 
contratti, per verificare la corrispondenza del calcolo puntuale delle riserve 
tecniche con l’elaborazione del sistema. 
Infine, in fase di bilancio viene valutata l’opportunità di costituzione di riserve 
aggiuntive previste dai regolamenti dell’Autorità di Vigilanza: per il rischio di 
longevità a favore delle tariffe di rendita o di capitale che prevedono conversione 
in rendita, per il rischio di sottotariffazione della mortalità, per il rischio di tasso 
di rendimento, per il rischio di sfasamento temporale, per il rischio spese. 
 
3.5 GESTIONE DEI RISCHI FINANZIARI 
Il sistema di gestione dei rischi finanziari è finalizzato a garantire la solidità 
patrimoniale del Gruppo mediante il monitoraggio dei rischi insiti nei portafogli 
di attività a seguito di avverse condizioni di mercato. In tale prospettiva sono 
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state definite specifiche politiche per gli investimenti quali: Investimenti, 
Disponibilità liquide e Immobili, e adottate particolari procedure. 
 
3.5.1 POLITICHE DEGLI INVESTIMENTI: OBIETTIVI 
Le attività finanziarie del Gruppo vengono gestite con i seguenti obiettivi: 
Gli investimenti dei Rami Vita e Danni con rischio a carico del Gruppo devono 
garantire la solidità patrimoniale del Gruppo mediante una politica di limitazione 
del rischio di perdita potenziale dei portafogli, a seguito di una variazione 
avversa dei tassi di interesse, dei corsi azionari e dei tassi di cambio. Tutto ciò, 
contenendo il rischio di credito privilegiando investimenti in emittenti con 
elevato rating, al fine di assicurare un’adeguata diversificazione degli 
investimenti anche cogliendo prudenzialmente le opportunità che si presentano 
nel settore immobiliare. 
Relativamente ai Rami Vita, l’obiettivo è garantire un rendimento stabile 
superiore al tasso tecnico previsto dai contratti in portafoglio, ottimizzando la 
gestione dei flussi finanziari attesi in coerenza con le passività assicurative. 
Per i rami danni, l’obiettivo é garantire sia un rendimento stabile in linea con le 
previsioni incorporate nelle tariffe dei prodotti, sia flussi finanziari positivi tali da 
fronteggiare anche scenari caratterizzati da un eventuale significativo aumento 
dell’onere e della velocità di liquidazione dei sinistri. L’obiettivo è quello di 
monitorare la durata del portafoglio titoli con riferimento alla durata delle 
passività, al fine di privilegiare la continuità dei rendimenti, rispetto al 
conseguimento di rendimenti elevati, per proteggere il valore degli investimenti 
dalle fluttuazioni dei cambi anche con l’utilizzo di strumenti finanziari derivati. 
Gli investimenti dei Rami Vita con rischio a carico degli Assicurati i quali ne 
sopportano il rischio (polizze Index Linked, Unit Linked) e quelli derivanti dalla 
gestione dei Fondi Pensione devono essere gestiti secondo gli obiettivi previsti 
dalle relative polizze e dai regolamenti dei Fondi Pensione stessi, con il vincolo 
 96 
 
di una totale trasparenza nei confronti degli Assicurati e nel rispetto della 
specifica normativa di legge. Essi hanno lo scopo di definire il livello di 
protezione degli investimenti dalle fluttuazioni dei cambi anche mediante 
l’utilizzo di strumenti finanziari derivati. 
 
3.5.2 PROCEDURE DI CONTROLLO DEI RISCHI FINANZIARI 
Al fine di tenere sotto controllo l’esposizione ai rischi finanziari, il Gruppo si è 
dotato di un insieme organizzato di procedure e attività che comportano, con 
frequenza stabilita, una reportistica in grado di monitorare le operazioni 
finanziarie attraverso più parametri di rischiosità. 
Innanzitutto il valore di mercato delle attività e le conseguenti perdite potenziali 
rispetto al valore di bilancio. Ciò in riferimento all’andamento delle variabili 
macroeconomiche e di mercato, per i portafogli obbligazionari insieme al rating 
degli emittenti e al livello di sensitività al rischio di tasso di interesse, 
nell’esposizione complessiva verso una stessa Società emittente. Il tutto nel 
rispetto dei limiti di investimento così come definiti dal Consiglio di 
Amministrazione. 
Inoltre il Gruppo si avvale di specifiche analisi integrate attivo/passivo (Asset & 
Liability Management) che, in un’ottica di medio periodo, hanno come principale 
obiettivo quello di monitorare la gestione finanziaria. 
Inizialmente con una proiezione della dinamica congiunta dei flussi di cassa e 
delle altre grandezze relative alle attività e alle passività al fine di evidenziare 
eventuali squilibri economici e/o finanziari. Conseguentemente dare 
un’indicazione, per i portafogli di attività a garanzia di contratti vita, 




Infine, identificare le variabili (finanziarie, attuariali e commerciali) che 
potrebbero avere un maggiore impatto negativo sui risultati attraverso la 
predisposizione di specifiche analisi di stress test e per scenari. 
I risultati di tali elaborazioni sono periodicamente monitorati dal Comitato 
Finanza, organo costituito all’interno del Consiglio di Amministrazione, al quale 
è demandata la supervisione dell’andamento del portafoglio titoli e la definizione 
delle strategie di investimento nell’ambito dei limiti stabiliti dal Consiglio nelle 
politiche degli investimenti. 
 
3.6 ANALISI DEI RISCHI FINANZIARI 
I rischi connessi ai movimenti dei mercati finanziari, cui il Gruppo è esposto, 
sono raggruppati ne tre principali categorie: rischio di mercato, rischio di 
liquidità e rischio di credito. 
Non sono trattati gli investimenti del Gruppo in strumenti designati a fair value 
rilevato a conto economico (Index e Unit Linked – Fondi Pensione), in quanto 
strettamente correlati alle relative passività. 
La tabella che segue evidenzia i valori contabili della composizione del 
portafoglio titoli con rischio a carico del Gruppo distinto per natura 
dell’investimento (titoli di debito, titoli di capitale e quote di OICR) e fornisce 
alcune indicazioni in merito all’esposizione dei rischi finanziari e all’incertezza 
dei flussi. 
 
(Importi in migliaia di euro)     
Natura 
dell’investimento 
Valore di bilancio al 
31/12/2012 
Valore di bilancio al 
31/12/2013 
Valore di bilancio al 
31/12/2014 
TITOLI DI DEBITO 1.509.218 1.739.359 1.985.175 
Titoli di Stato quotati: 
 a tasso fisso 













Titoli di Stato non 
quotati: 













 a tasso fisso 















Titoli Corporate non 
quotati: 






















Totale Titoli a tasso 
fisso 











TITOLI DI CAPITALE 101.439 99.431 94.438 
Azioni quotate 








QUOTE OICR 26.415 35.969 32.475 
TOTALE 1.637.072 1.874.759 2.112.088 
 
Notiamo un aumento dell’esposizione debitoria e una riduzione dei titoli di 
capitale. 
 
3.6.1 RISCHIO DI MERCATO 
Il rischio di mercato è composto dal rischio di tasso di interesse, dal rischio di 
prezzo e dal rischio di valuta. 
I titoli di debito sono esposti ad un rischio di tasso di interesse. 
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 Il rischio di tasso di interesse sul fair value si configura come il rischio che il 
valore di uno strumento finanziario fluttui in seguito a variazioni dei tassi di 
interesse sul mercato.  
Una diminuzione dei tassi di interesse provocherebbe un aumento del valore di 
mercato di tali tipologie di titoli, mentre un incremento dei tassi ne diminuirebbe 
il valore. 
Il rischio di tasso di interesse sui flussi finanziari riguarda la possibile variazione 
delle cedole dei titoli a tasso variabile. 
I titoli di debito a tasso fisso, esposti al rischio di tasso di interesse sul fair value, 
hanno un valore contabile pari a 1.900.602 migliaia di euro  nel 2012, 1.648.126 
migliaia di euro nel 2013 e 1.392.465 migliaia di euro nel 2014 (più del 90% del 
portafoglio obbligazionario con rischio di investimento a carico del Gruppo). 
La tabella che segue valuta gli impatti quantitativi sul fair value, con riferimento 
a questi ultimi, a seguito di una ipotetica variazione parallela della curva dei tassi 
di interesse pari a ±100 basis points (BP). 
(Importi in migliaia di euro)    
Titoli a tasso fisso 
valutati a fair value 
31/12/2012 31/12/2013 31/12/2014 
Valore di bilancio 1.316.949 1.608.056 1.870.924 
Variazioni: 
Aumento di 100 BP 











I titoli di debito a tasso variabile, esposti al rischio di tasso di interesse sui flussi 
finanziari, hanno un valore contabile pari a 116.753 migliaia di euro nel 2012 
(7,7% del portafoglio obbligazionario con rischio di investimento a carico del 
Gruppo),  91.223 migliaia di euro nel 2013 e 84.573 migliaia di euro nel 2014.  
I contratti assicurativi del Ramo Vita prevedono un tasso di interesse minimo 
garantito e hanno un legame diretto tra i redditi degli investimenti e le prestazioni 
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da riconoscere agli Assicurati. Questo diretto collegamento tra gli obblighi verso 
gli Assicurati e gli investimenti del capitale collegato alle prestazioni è governato 
attraverso il già citato modello di gestione integrata attivo/passivo. 
In particolare il Gruppo gestisce il rischio di tasso di interesse attraverso 
l’allineamento dei flussi di cassa delle attività e delle passività nonché 
mantenendo un equilibrio tra la duration delle passività e quella del portafoglio di 
investimento direttamente ad esse collegato. 
La duration è un indicatore della sensitività del valore di mercato delle attività e 
passività alle variazioni dei tassi di interesse. 
In merito ai rischi di tasso di interesse, si segnala che il Gruppo detiene passività 
finanziarie a tasso variabile, costituite prevalentemente dai finanziamenti bancari 
che fanno capo alle Società immobiliari, per 222.373 migliaia di euro nel 2012, 
244.524 migliaia di euro nel 2013 e 236.659 migliaia di euro nel 2014.  
I titoli di capitale sono esposti al rischio di prezzo, cioè alla possibilità che il 
valore di mercato fluttui a seguito di variazioni che derivino da fattori specifici 
del singolo strumento o del suo emittente oppure da fattori che influenzino tutti 
gli strumenti trattati sul mercato. 
Nel caso in cui le azioni quotate classificate come “Attività finanziarie 
disponibili per la vendita” registrassero al 31.12 una perdita del 10%, il 
patrimonio netto di Gruppo diminuirebbe di 2.264 migliaia di euro nel 2012, 
1.775 migliaia di euro nel 2013 e 830 migliaia di euro nel 2014 
Il Gruppo non è esposto al rischio di valuta in quanto la pressoché totalità degli 
investimenti di cui sopporta il rischio di investimento è espressa in euro, nel 






3.6.2 RISCHIO DI LIQUIDITA’ 
Il Gruppo è quotidianamente chiamato ad effettuare pagamenti che trovano 
origine nei contratti assicurativi e finanziari stipulati. 
Il rischio di liquidità si manifesta nella possibilità che i fondi disponibili non 
siano sufficienti a far fronte agli impegni assunti ed è anch’esso continuamente 
monitorato attraverso la procedura di gestione integrata attivo/passivo. Tale 
rischio può inoltre derivare da un’incapacità di vendere rapidamente un’attività 
finanziaria ad un valore prossimo al suo valore equo. Questo evento è tanto meno 
probabile quanto maggiore è il peso delle attività finanziarie che sono quotate in 
mercati attivi e regolamentati. 
Alla data del 31.12.2012 oltre il 99% delle attività finanziarie detenute era 
quotato su un mercato regolamentato. 
Alla data del 31.12.2013 oltre il 95% delle attività finanziarie detenute era 
quotato su un mercato regolamentato. 
Alla data del 31.12.2014 oltre il 95% delle attività finanziarie detenute era 
quotato su un mercato regolamentato. 
La tabella che segue riporta le passività finanziarie suddivise per scadenza: 
(importi in migliaia di euro)    
Passività finanziarie: 
scadenza 
31/12/2012 31/12/2013 31/12/2014 
Fino a un anno 145.102 145.219 120.997 
Da uno a tre anni 51.576 34.899 60.731 
Da tre a cinque anni 40.567 28.899 38.641 
Da cinque a dieci anni 62.974 68.247 90.214 
Oltre dieci anni 79.132 101.955 69.248 






3.6.3 RISCHIO DI CREDITO 
Nel realizzare la propria politica degli investimenti, il Gruppo limita il rischio di 
credito attraverso la scelta di emittenti aventi un elevato merito creditizio. 
Come è possibile notare dalla tabella sotto riportata, alla data del 31.12 di ogni 
anno la pressoché totalità dei titoli obbligazionari detenuti era classificato come 
investment grade. 
 
(importi in migliaia di euro) 
   
Classe di rating (S&P) 31/12/2012 31/12/2013 31/12/2014 
AAA 55.217 5.030 5.031 
AA+/AA- 21.522 21.010 13.308 
A+/A- 41.757 6.587 7.704 
BBB+/BBB- 1.388.045 1.706.709 1.959.114 
Totale investment grade 1.506.541 1.739.336 1.985.157 
Not investment grade 2.677 23 18 
Totale 1.509.218 1.739.359 1.985.175 
 
 
3.7  POLITICA DELLA FUNZIONE DI RISK MANAGEMENT 
Obiettivo della politica approvata dal Consiglio di Amministrazione è 
disciplinare ruoli e responsabilità nello svolgimento delle attività di competenza 
del Risk Management nonché definire gli obiettivi di carattere generale che la 
Funzione di Risk Management persegue nel presidiare i rischi derivanti 
dall’attività di business della Compagnia e del Gruppo. 
In essa sono specificati: 
 la definizione di ruoli e responsabilità della funzione Risk Management 
nello svolgimento dei processi di gestione dei rischi, interdipendenze e 
flussi di comunicazione; 
 i requisiti della funzione nel suo complesso quali l’indipendenza, 
l’adeguatezza delle risorse, il diritto alle informazioni, l’obiettività, la 
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riservatezza nonché i requisiti di professionalità del membri della 
funzione; 
 i processi di definizione del piano di risk management, 
 i processi di gestione dei rischi (identificazione, valutazione, monitoraggio 
e trattamento) e di reporting; 
 la definizione delle interdipendenze e dei flussi di comunicazione tra le 
funzioni di controllo e la funzione Risk Management; 
La Politica della funzione di Risk Management ha sostituito il precedente 



















Partendo dall’Internal Control Integrated Framwork del 1992 nel quale si 
individuavano tre categorie di obiettivi e cinque componenti del sistema di 
gestione dei rischi, siamo arrivati al modello del 2004 con una ridefinizione e un 
ampliamento sia degli obiettivi che delle componenti, legando sempre di più il 
processo del risk management alla mission aziendale. 
L'Enterprice Risk Management aiuta il management nella valutazione e nella 
selezione della strategia più appropriata per la realizzazione degli obiettivi e 
coerente con il livello di rischio accettabile. Se il rischio legato a una strategia 
non è coerente con il rischio accettabile, la strategia viene respinta o modificata. 
Da sottolineare il fatto che  questo modello può solo fornire una ragionevole 
sicurezza che il management e il consiglio di amministrazione siano 
tempestivamente informati della misura in cui si stanno realizzando gli obiettivi 
ma non può impedire che si verifichino giudizi o decisioni errate, o eventi esterni 
che possano pregiudicare il loro raggiungimento. 
Ciascuna delle componenti dell’ERM è importante affinché il modello sia 
efficace. Una volta che vengono definiti gli obiettivi, identificati gli eventi che 
possono incidere sull’attività aziendale in termini di opportunità o di rischio, 
valutato il rischio e deciso se accettarlo, ridurlo, evitarlo, o condividerlo, 
attraverso le attività di controllo, il management deve assicurare l’attuazione 
delle risposte al rischio nei tempi previsti. 
Da non sottovalutare l’importanza delle informazioni che l’impresa riceve da 
fonti esterne ed interne pertinenti alla gestione aziendale, delle comunicazioni 
che trasmette al personale e della fase del monitoraggio in quanto il processo di 
gestione del rischio muta nel tempo. 
L’ERM risente dei limiti insiti in tutti i processi gestionali. Lo stesso Commitee 
of Sponsoring Organisation (CoSO) individua questi limiti derivanti 
dall’incertezza del rischio in quanto riguarda il futuro che di per sé è incerto. 
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Nonostante i limiti, rimane un modello importante per guidare le imprese nel 
processo della gestione dei rischi. Queste vale anche per le imprese di 
assicurazione le quali pur svolgendo, come attività caratteristica, l’assunzione dei 
rischi ad esse trasferite da altre economie, sono esposte esse stesse all’incertezza. 
La Direttiva Solvency II che entrerà in vigore dal 1 Gennaio 2016 ha cambiato il 
modo in cui le imprese di assicurazione affrontano il processo di gestione dei 
rischi. Oltre alla valutazione quantitativa dei rischi, già prevista da Solvency I, 
nel secondo Pilastro della direttiva viene prevista una valutazione qualitativa dei 
rischi che sono difficilmente quantificabili. 
Solvency II ridefinisce il risk management creando una diretta correlazione tra 
rischio e capitale incentivando quindi le imprese a migliorare i “risk management 
frameworks” e i sistemi/processi al fine di ridurre il requisito di capitale 
richiesto. 
Questa direttiva influenza anche il processo di gestione dei rischi svolto dai due 
gruppi analizzati in questo elaborato.  In particolare il Gruppo Generali, che è di 
dimensioni maggiori rispetto al Gruppo Vittoria Assicurazioni, dedica un’ampia 
parte del suo bilancio al c.d Risk Report il quale si pone l’obiettivo di fornire 
un’adeguata informativa sui rischi cui è esposto il Gruppo e sul sistema di 
gestione dei rischi volto ad assicurarne un efficace presidio. In esso vengono 
indicate la natura e l’entità dei rischi derivanti dagli strumenti finanziari e dai 
contratti assicurativi ai quali il Gruppo è stato esposto nel corso dell’esercizio, 
nonché descritte le modalità di gestione di tali rischi alla data di riferimento del 
bilancio. 
Al fine di dotarsi di un sistema che assicuri un efficace presidio dei rischi 
derivanti dallo svolgimento della propria attività che possono minare la 
solvibilità del Gruppo e delle singole Compagnie o costituire un serio ostacolo 
alla realizzazione degli obiettivi aziendali, il Gruppo ha adottato il “Sistema di 
Controllo Interno e Gestione dei Rischi” e la “Politica di Gestione dei Rischi”. 
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Il primo sistema illustra i ruoli e le responsabilità degli organi sociali, delle 
strutture operative e delle funzioni di controllo nell’ambito del processo di 
gestione dei rischi, con particolare riferimento a quelli designati come chiave 
nella normativa Solvency II. Il secondo invece, illustra i principi, le strategie ed i 
processi volti ad individuare, valutare e monitorare i rischi, in un’ottica integrata 
con i controlli. 
La Mappa dei rischi del Gruppo distingue i rischi relativi al Primo Pilastro di 
Solvency II (rischio finanziario, rischio di credito, rischi sottoscrittivi danni, vita 
e malattia e rischi operativi) da quelli non previsti da questo pilastro ( rischio 
liquidità, rischio strategico, rischio reputazionale, rischio contagio e rischi 
emergenti). I rischi della prima categoria vengono misurati con un modello 
quantitativo finalizzato alla determinazione del requisito di capitale economico 
sulla base del Modello Interno Parziale (Economic Balance Sheet). Il rischio di 
liquidità, che rientra nella seconda categoria, viene preventivamente monitorato e 
gestito a livello locale dalle singole business units, all’interno di un modello di 
gestione e monitoraggio dello stesso definito a livello di Gruppo (Liquidity Risk 
Model). 
Il Gruppo Vittoria Assicurazioni ha riesaminato nel corso dell’esercizio 2014 
l’intero sistema di controllo interno e gestione dei rischi. Anche qui si prevede 
che le linee guida fondamentali vengano delineate nella “Politica di Gestione dei 
Rischi”, integrato  dai documenti “Propensione al Rischio” (Risk Appetite 
Framework ) e dal processo di valutazione interna dei rischi e della solvibilità 
anche in chiave prospettica (Forward Looking Assessment Own Risks / Own 
Risk and Solvency Assessment). 
Diversamente da Generali, Vittoria Assicurazione distingue due macrocategorie 
di rischi: i rischi assicurativi e i rischi finanziari. Nei rischi assicurativi rientrano 
il rischio di credito,il rischio di concentrazione, il rischio di copertura delle 
esposizioni catastrofali e il rischio di riservazione e di sottoscrizione. Nella 
categoria dei rischi finanziari, invece, rientrano il rischio di mercato, il rischio 
liquidità e il rischio di credito.  
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L’attività assicurativa del Gruppo viene gestita con l’obiettivo di diversificare la 
gamma delle coperture assicurative offerte mediante una accurata e corretta 
tariffazione delle polizze. Viene, quindi, effettuata una diversificazione dei rischi 
in funzione della segmentazione del portafoglio clienti ed una diversificazione 
dei canali di vendita. 
Al fine di tenere sotto controllo l’esposizione ai rischi finanziari, il Gruppo si è 
dotato di un insieme organizzato di procedure e attività, quali il valore di mercato 
delle attività e le conseguenti perdite potenziali rispetto al valore di bilancio, le 
analisi integrate attivo/passivo (Asset & Liability Management), ed infine 
identificare le variabili (finanziarie, attuariali e commerciali) che potrebbero 
avere un maggiore impatto negativo sui risultati attraverso la predisposizione di 
specifiche analisi di stress test e per scenari. 
Alla fine di questo lavoro possiamo concludere che la gestione dei rischi di un 
impresa di assicurazione sta diventando sempre di più un aspetto fondamentale 
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