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Abstrak 
 
Saat ini pengiriman data telah banyak dilakukan dengan media digital 
(internet, email, dan sebagainya). Permasalahan yang sering timbul pada pengiriman 
data dengan media digital berhubungan dengan tingkat keamanan data yang hendak 
dikirimkan, sehingga timbul pemikiran untuk melakukan penyembunyian data pada 
sebuah jenis media. 
Citra digital adalah suatu media yang paling umum dikenal oleh masyarakat, 
dalam hal ini untuk meningkatkan keamanan dalam pengiriman data penulis dapat 
melakukan proses penyembunyian data kedalam sebuah citra digital. Dengan 
menggunakan metode Steganography penulis dapat melakukan proses 
penyembunyian data ke sebuah citra digital dimana hasil proses penyisipan tidak 
merubah citra digital tersebut. Pada skripsi ini kami menggunakan Steganography 
dengan metode LSB (Least Significant Bit), untuk membuat tampilan dari program 
kami menggunakan software MATLAB 7.0 
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BAB 1 
PENDAHULUAN 
 
 
 
 
 
1.1 Latar Belakang 
Saat ini perkembangan dunia komputerisasi cukup pesat. Seiring dengan 
perkembangan tersebut, diikuti juga dengan perkembangan digital. Salah satu 
bidang yang memanfaatkan perkembangan digital ini adalah citra digital, citra 
digital dapat juga diilustrasikan dengan sebuah gambar. Gambar ini memiliki 
bagian-bagian yang biasanya disebut dengan pixel, pixel dalam hal ini adalah 
sebuah titik digital yang merupakan elemen dari sebuah imaji, baik itu dari layar 
komputer maupun pada hasil cetakkannya. Setiap pixel memiliki bagian-bagian 
yang dapat diubah atau dimanipulasi sebagaimana mestinya sehingga penulis 
dapat menyembunyikan sesuatu kedalam gambar tersebut. 
Apabila setiap citra digital dapat menyembunyikan data yang bersifat 
rahasia maka kerahasian data tersebut akan tetap terjaga. Kerahasiaan sebuah data 
saat sekarang ini sangat dibutuhkan dikarenakan perkembangan dunia internet 
sangat pesat. Perkembangan dunia digital, terutama dengan berkembangnya 
internet menyebabkan informasi dalam berbagai bentuk media dapat tersebar 
dengan cepat tanpa batas ruang dan waktu. Perkembangan dunia internet sangat 
dibutuhkan keamanan yang cukup tinggi dikarenakan informasi dalam bentuk 
data multimedia rentan terhadap perubahan. Salah satu contoh hal yang dapat 
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dimanfaatkan dalam sebuah internet yaitu pengiriman sebuah data. Terkadang 
data yang akan penulis kirimkan di dalam sebuah jaringan internet tersebut 
sangatlah penting. Apabila keamanan dari jaringan komputer atau data yang 
penulis kirimkan tidak terjamin, maka kebocoran kerahasian dari data penulis 
tersebut tidak akan terjamin, dengan tingkat keamanan yang cukup baik maka 
kenyamanan dalam melakukan suatu kegiatan dalam hal ini dunia internet, 
sangat-sangat membantu bagi penulis sekalian untuk mendapatkan kenyamanan. 
Dengan tingkat keamanan yang tinggi, data yang penulis sangat rahasiakan dari 
orang-orang yang kurang bertanggung jawab akan terjauh dari gangguan orang-
orang tersebut. Dapat dibyangkan jika data sebuah perusahaan atau data sebuah 
negara di dapat oleh lawan yang membutuhkan data tersebut, maka apa jadinya 
jika hal tersebut terjadi ?. 
Cara-cara yang banyak dilakukan untuk pengamanan data sering 
dilakukan setiap orang untuk pengamanan, seperti memberikan sebuah kunci 
(password) pada data yang akan diamankan, atau dapat dengan melakukan pada 
dunia internet dengan cara memasang sebuah firewall dimana firewall ini 
digunakan untuk menghambat setiap orang yang tidak bertanggung jawab masuk 
kedalam sistem yang dilindungi. 
Maka berdasar atas permasalahan tersebut setiap orang inign keamanan 
data yang akan dikirimkan dalam sebuah jaringan dapat terjamin. Dengan 
memanfaatkan sebuah citra digital maka, keinginan untuk menyembunyikan 
sebuah data dan meningkatkan keamanan bagi data yang dimiliki agar tidak 
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diambil oleh orang lain yang tidak bertanggung jawab maka penulis mengambil 
hal ini untuk membantu dalam meningkatkan keamanan dari sebuah data. 
 
 
1.2 Permasalahan 
Dengan perkembangan dunia digital dan juga perkembangan dunia 
internet zaman sekarang ini tingkat keamanan sebuah data menjadi suatu hal yang 
mendapat perhatian yang cukup besar. Maka dari itu keamanan tehadap suatu data 
harus dapat cukup ditingkatkan, sehingga data yang penulis miliki tidak diambil 
oleh orang lain yang tidak bertanggung jawab. 
Pemanfaatan citra digital untuk menyembunyikan sebuah data agar setiap 
orang tidak langsung mengetahui bahwa di dalam sebuah citra digital tersebut 
terdapat data rahasia harus terjaga kerahasiannya. Apabila kerahasian sebuah data 
dapat terjaga maka kenyamanan setiap orang maka akan terbentuk dengan 
sendirinya. Dengan terbentuknya kenyamanan setiap orang tersebut maka para 
pengguna perangkat digital dan juga pemanfaatan dunia internet akan bertambah 
jumlahnya dari sebelumnya. 
 
1.3 Ruang Lingkup 
Demikian luas cakupan penulisan, sehingga untuk mencegah adanya 
penyimpangan dari judul yang telah ditentukan, maka penulis membatasi bahasan 
penulisan. Yang  menjadi batasan ruang lingkup penulisan ini,  
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a.  Melakukan penyembunyian atau penanaman data/informasi tertentu 
(baik hanya berupa catatan umum maupun rahasia) kedalam suatu data 
digital lainnya, tetapi tidak diketahui kehadirannya oleh indera 
manusia dan mampu menghadapi proses – proses digital sampai tahap 
tertentu atau lebih dikenal dengan watermarking.    
b. Konsep Watermarking dengan metode Least Significant Bit 
c. Proses penyisipam watermark pada citra digital dengan menggunakan 
software MATLAB. 
 
1.4 Tujuan dan Manfaat 
Adapun tujuan dan manfaat dari dilakukannya penulisan Skripsi ini adalah 
sebagai berikut: 
1.4.1 Tujuan Penelitian 
Tujuan yang akan dicapai dalam penulisan Skripsi ini adalah: 
a. Mempelajari dan memahami cara kerja proses 
Watermarking dengan metode Least Significant Bit 
Mengaplikasikan program Watermarking dengan 
menggunakan aplikasi MATLAB. 
b. Melindungi data-data yang bersifat rahasia agar tidak 
diketahui oleh orang-orang yang tidak bertanggung jawab 
dengan memanipulasi data tersebut pada citra digital. 
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1.4.2 Manfaat Penelitian 
Adapun manfaat dari penulisan Skripsi ini, yaitu : 
a. Meningkatkan keamanan dalam proses transfer data melalui 
internet untuk menghindari pengrusakan dari orang-orang yang 
tidak bertanggung jawab. 
b. Memberikan kenyamanan kepada setiap orang dalam 
mentansfer data dengan menggunakan aplikasi Watermarking. 
 
 
1.5 Metodologi Pengembangan Sistem 
Metoda yang digunakan dalam pengerjaan skripsi ini penulis dengan 
terlebih dahulu mempelajari tentang citra digital, kemudian penulis juga 
mempelajari cara kerja teknik watermarking.  Penulis mempelajari teknik 
watermarking ini dengan cara studi literatur dengan cara membaca dari beberapa 
jurnal ataupun paper ilmiah yang diperoleh dari internet dan juga membaca 
beberapa buku yang berhubungan dengan judul skripsi yang dibuat oleh penulis. 
Setelah itu penulis menerapkan dengan cara melakukan perancangan dan 
pembuatan tampilan aplikasi dengan menggunakan sebuah program MATLAB. 
 
 
1.6 Sistematika Penulisan 
Penulisan Skripsi ini dikelompokkan ke dalam 5 bab dengan sistematika 
penulisan sebagai berikut: 
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BAB 1 PENDAHULUAN 
Bab Pendahuluan ini menguraikan tentang latar belakang masalah 
yang diambil, tujuan dan manfaat dari judul skripsi yang diambil dan 
metodelogi yang digunakan  penulis dalam pengerjaan skripsi. 
BAB 2 LANDASAN TEORI 
Bab ini menguraikan tentang apakah citra digital itu, bagian yang 
membentuk citra digital dan menjelaskan tentang watermarking dan 
juga pembahasan tentang perihal dasar-dasar sebuah data teks dan citra 
digital yang digunakan sebagai tempat penyembunyian data teks. 
BAB 3 RANCANGAN SISTEM 
Bab ini menguraikan tentang penggunaan sebuah aplikasi untuk 
membantu menyembunyikan sebuah data teks kedalam sebuah citra 
digital dan juga bagaimana pembuatan sebuah tampilan aplikasi yang 
nantinya akan digunakan dalam pemrosesan penyembunyian sebuah 
teks ke dalam sebuah citra digital. 
BAB 4 IMPLEMENTASI DAN ANALISIS PROGRAM 
 
Bab ini menguraikan tentang sebuah tampilan aplikasi dibentuk dan 
menguji coba tampilan aplikasi tersebut dengan cara menyembunyikan 
sebuah teks kedalamnya, tetapi kualitas dari gambar atau citra digital 
yang digunakan tidak terlalu beda dengan sebelum diolah. 
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BAB 5 PENUTUP 
Bab yang terakhir ini menguraikan tentang kesimpulan tentang analisa 
penggunaan tampilan aplikasi yang telah dibuat dan menyatakan 
keamanan dari aplikasi yang digunakan cukup baik. 
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BAB 5 
PENUTUP 
 
 
 
5.1 Kesimpulan 
 Dari keseluruhan sistem yang telah dibuat dan pengujian yang telah 
dilakukan dapat disimpulkan bahwa : 
 Proses penggunaan aplikasi penyisipan teks kedalam gambar sangat 
baik, karena dapat menghasilkan gambar steganography yang baik. Dimana 
gambar tersebut memiliki : 
- Fidelity, tampilan gambar sebelum dan sesudah penyisipan teks 
tidak berubah jika dilihat dengan indera mata. 
-  Robust, Tahan terhadap pengolahan atau operasi pemrosesan 
citra digital 
- Security, dimana teks yag disimpan memiliki tingkat keamanan 
karena disisipkan kedalam gambar. 
Metode LSB ( Least Significant Bit) yang digunakan dalam 
penyembunyian data memiliki kelebihan dan kekurangan antara lain: 
 
Kelebihan : 
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a. Penurunan kualitas citra digital yang dihasilkan relatif kecil 
b. Tidak membutuhkan citra pembanding didalam proses pengembalian 
data 
c. Waktu yang dibutuhkan untuk penyembunyian data lebih cepat, hal ini 
dapat di contohkan  dengan hal berikut pada saat melakukan 
penyisipan 100 karakter hanya dibutuhkan waktu 0,9 detik dan apabila 
menyisipkan sebanyak 10000 karakter dibutuhkan waktu 1 menit 
delapan detik. 
Kekurangan : 
a. Daya tampung data relatif lebih kecil 
b. Kecepatan proses data jika dilakukan untuk karakter yan cukup bayak 
waktu untuk melakukan penyisipan tidak terlalu cepat. 
Hal ini membuktikan bahwa dengan metode LSB (least Significant 
Bit) dapat digunakan dengan baik dan efisiensi waktu dalam penyisipan 
data teks dengan jumlah yang tidak terlalu banyak dapat dilakukan dengan 
cara yang cepat dan mudah. Setiap gambar RGB yang digunakan dapat 
disisipkan data teks. Jumlah teks yang digunakan harus sesuai dengan besar 
gambar yang akan disisipi, ini dilakukan agar penyimpanan data teks 
kedalam gambar dapat dilakukan dengan sempurna. 
 
5.2 Saran 
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Beberapa saran yang dapat berguna untuk pengembangan aplikasi ini : 
1. Efisiensi dalam penyembunyian data diharapkan dapat lebih ditingkatkan 
dengan menggunakan metode pengolahan citra digital yang lain sehingga 
dapat mengurangi jumlah citra digital yang digunakan untuk 
menyembunyikan data dalam ukuran yang besar. 
2. Menggunakan penggabungan antara logaritma watermark dan steganograpy 
dalam melakukan proses penyembunyian data sehingga dapat menghasilkan 
citra digital yang bersifat robust (tahan terhadap serangan yang bersifat 
merusak citra digital, misal : brightnest, blur, resize, dll). 
