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 10 vidéo projecteurs (beamers)
 13 scanners
 10 appareils de photos numériques
 21 hubs
 câbles et petit matériel divers
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Projet de Création de Cyber Espaces de l’Education au sein de 10 Groupes Scolaires et 3 IFM
Travaux à effectuer par le MEN pour préparer les Salles retenues à recevoir les Equipements Informatiques et le Réseau 
Internet
N° GROUPES SCOLAIRES LOCALITES ACADEMIES DIMENSIONS DE LA SALLE ETAT DE LA SALLE TRAVAUX A EFFETUER
01 Mamadou Konaté Bamako Rive Gauche
 
10 x 7 m2, avec:
. 2 portes à 2 battants 2,20x1,20 
m2
. 4 fenêtres de 1.5x1.20 m2.
. Mauvais état,
. 3 climatiseurs en 
panne,
. ligne téléphonique 
disponible.
 . Réparation de 
l’étanchéité de la toiture 
terrasse
. installation  réseau 
électrique et d’une terre 
. Remplacement des 
climatiseurs ou à défaut 
leur réparation
. Revêtement du plancher.
02  Kalabancoura Bamako Rive Droite
5,8 x 8,8 m2, avec:
. 2 portes et fenêtres vitrées
. Bon état . Installations électriques 
et mise à la terre 
. téléphone. 
03 Tièba Sikasso Sikasso I
4x7 m2, plus une petite salle qui 
peut servir de salle serveur 3x2,5 
m2
. 1 porte double battant de 
2,20x1,20 m2
. 2 fenêtres de 1,00x1,20 m2
. Electrifiée, 
. Plafonnée,




. Installations électriques 
et mise à la terre
. Installation de 
climatiseurs
. Revêtement du plancher 
. Sécuriser les ouvertures 
(grillage et vitres).
04 de Médine Sikasso Sikasso I
4x7 m2, plus une petite salle 
servant de salle serveur 3x2,5 m2
. 1 porte double battant de 
2,20x1,20  m2
. 2 fenêtres de 1x1,20 m2.
. Non électrifiée, 
. Plafonnée,
. Absence  de 
brasseurs d’air,
. pas de téléphone
. Installations électriques 
et mise à la terre;
. Installation de 
climatiseurs
. Revêtement du plancher 
. Sécuriser les ouvertures 
(grillage et vitres).
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05 Amamy Timbo Bougouni Sikasso II
12x7 m2, avec :
. 1 porte double battant de 
2,20x1,20 m2
. 5 fenêtres de 1x1,20 m2
. Non électrifiée 
. Plafonnée
. Pas  de brasseurs 
d’air
. pas de téléphone
. Plafond à reprendre
. Câblage réseau et . 
. Installations électriques 
et mise à la terre
. climatiseurs à installer
. Revêtement du plancher 
. Sécuriser les ouvertures 
(grillage et vitres).
06 de Hèrèmakono Bougouni Sikasso II
11x6 m2, avec :
. 1 porte double battant de 
2,20x1,20 m2
. 5 fenêtres de 1x1.20 m2
. Non électrifiée
. Plafonnée
. pas de brasseurs 
d’air
. pas de téléphone.
. Installations électriques 
et mise à la terre;
. Installation de 
climatiseurs ;
. plancher  à revêtir
. Sécuriser les ouvertures 
(grillage et vitres).
07 IFM Sikasso Sikasso I
10x8 m2, avec :
. 2 portes double battant de 
2,20x1,20 m2




. Installations électriques 
et mise à la terre
. climatiseurs à installer
. Revêtement du plancher 
. Sécuriser les ouvertures 
(grillage et vitres).
08 IFM Bougouni Sikasso II
 10x15 m2, avec :
. 1 porte double battant de 
2,20x2,20 m2
. 7 fenêtres de 1x1,20 m2






. Reprise de la toiture 
terrasse,
. Installations électriques 
et mise à la terre
. Revêtement du plancher. 
09 Robert Cissé Mopti Mopti I
salle Internet de 50 m2 équipée de:
. 1 serveurs Proliant ML 370
. 10 PC HP P4 2.8 GH écran plats 
15’’
. 08 PC PIII 256 Mo
. 1 Switch 3Com 16  ports 
. 1 réseau LAN filaire en bon état
. Electrifiée,
. Plafonnée,
. Plancher sol 
couvert 
Salle bien prête. 
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. 1 routeur 
. Câblage total de la salle, 
maintenance assurée par l’AGETIC
. Connexion Internet
disponible
10 Bocary Ouologuem Sévaré Mopti I
10x6 m2, avec :
. 1 porte double battant de 
2,20x1,20 m2
. 5 fenêtres de 1x1.20 m2
. petite salle servant de salle 
serveur  2x2,5 m2
. Electrifiée 
. Plafonnée
. pas de téléphone
. Installations électriques 
et mise à la terre
. Installation de 
climatiseurs
. Revêtement du plancher 
à faire
. Sécuriser les ouvertures 
(grillage et vitres).
11 Sory Ibrahima thiocary Djenné Mopti II
10x6X4) m3, avec :
. 1 porte double battant de 
2,20x1,20 m2
. 2 portes simple battant de 
2,20x0,90 m2
. 2 fenêtres de 1x1,20 m2
. Non électrifiée, 
. pas  de brasseurs 
d’air
. pas de téléphone
. Installations électriques 
et mise à la terre
. Installation de 
climatiseurs 
. Revêtement du plancher 
à faire  
. Sécuriser les ouvertures 
(grillage et vitres).
12 Franco Arabe Quartier Djenné Mopti II
9x7 m2, avec :
. 1 porte double battant de 
2,20x1,20 m2
. 5 fenêtres de 1x1,20 m2
. Non électrifiée
. pas de brasseurs 
d’air
. pas de ligne 
téléphone
. Installations électriques 
et mise à la terre
. Installation de 
climatiseurs 
. Revêtement du plancher 
à faire  
. Sécuriser les ouvertures 
(grillage et vitres).
13 IFM Sévaré Mopti II
11x6,5 m2, avec :
. 2 portes double battant de 
2,20x1,20 m2
. 8 fenêtres de 1x1,20 m2
. salle électrifiée, 
. plafonnée,
. sécurisée,
. 4 climatiseurs 
. téléphone
.Installations électriques 
et mise à la terre
. Revêtement du plancher 
à faire
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Liste des tâches SCA
1)  Travail de diplôme
2)   Procédures d'installation
3)   Mise en réseau
4)   Moodle
5)   Imprimante
6)   Backup
7)   Avant départ
1. Travail de diplôme
Préciser le contenu du mémoire de fin de formation pour intégrer dans les tâches les 
éléments importants pour celui-ci dans les activités du stage.
2. Procédures d'installation
Finaliser les procédures d'installation y compris révision et complément de la 
documentation pour :
1. Les postes de travail
2. Les serveurs des GS & IFM (comprenant également les outils CFEL, soit moodle 
1.6, les patch des scripts nécessaires à IGAD /CFEL ainsi qu'un cron d'exitation de 
l'application pour que les messages soient envoyés.)
3. Le serveur IGAD (LDAP & moodle avec les tables et scripts nécessaires, ainsi 
qu'un cron – voir http://docs.moodle.org/en/Cron - d'exitation de l'application pour 
que les messages soient envoyés).
3. Mise en réseau
Une attention particulière doit être portée sur les mises en réseau :
LAN, WAN, VPN nécessaire au bon fonctionnement de IGAD / CFEL, Faire un plan 
d'adressage.
4. Moodle
Il y a une connexion en étoile pour l'accès CFEL - IGAD dépôt ou interrogation de 
metadonnées, et une connexion CFEL - CFEL pour les échanges de cours (compressé), 
l'idéal pour le VPN est surement du ssh avec l'utilisation de clés (faire le schéma de dépôt 
des clés publiques et privées sur les différentes machines.
Dans moodle il est possible de faire de la messagerie instantanée avec le LDAP il devient 
possible se connecter sur le serveur d'une autre école pour chater (histoire de favoriser la 
communication entre les enseignants dans l'outil.
Préparer des disques des serveurs IGAD et CFEL à pouvoir emmener sur place (cela 
peut toujours servir)
1
Stocker la totalité des répertoires Ubuntu (main, restricted, universe, multiverse) sur le 
disque dur 200 GB mobile (nécessaire en cas de mauvaise connexion, et comme les CD 
d'installation ont été gelé au 31 mai 2006, il y a eu pas mal de mise à jour depuis lors y 
compris du kernel).
Formaliser l'installation de moodle et de IGAD / CFEL (résultat du travail de Khaled)
On travaille avec PostGreSql sur les serveurs GS & IFM et sur IGAD.
Imaginer une procédure de gestion des utilisateurs au niveau du serveur plutôt qu'au 
niveau des postes de travail.
Idéalement un LDAP sur IGAD, qui devrait être" copié" au moins pour les adresses 
locales sur les serveurs locaux (SSO). voir pour moodle 
http://docs.moodle.org/en/LDAP_authentication
Les besoins au niveau système
Le superadmin (compte détenu par AGETIC en principe) permettant de rattraper la 
situation au cas où
L'admin de site ayant tous les droits de gestion y compris de tout casser (càd donnant le 
droit d'accès à root
Les enseignants (un compte par enseignant, permet la création d'un répertoire personnel 
sur le serveur). Ce compte.
Le compte étudiant sur le poste de travail (les étudiants ne sont pas habilité à stocker des 
données). Si véritablement il y avait nécessité, alors procédure identique à celle des 
enseignants.
Les besoins au niveau de moodle
Un compte super admin (identique sur tous les serveurs) le moyen d'y retourner si tout 
capote
Un compte admin par école, probablement le même bonhomme que l'admin du site.
Des comptes enseignants nécessaires (voir si il faut créer 2 comptes ou si cela peut être 
un login unique)
En principe à ce stade pas de comptes étudiants.
5. Imprimante
Configuration imprimante réseau (CUPS)
Serveur d'imprimante queue sur le serveur
Chaque poste de travail y accède
HP Laser xxx (HPJetDirect)
6. Backup
Préparer l'installation d'un CRON et des scripts pour sauvegarder les données des 
serveurs écoles et du serveur IGAD sur un disque supplémentaire placé dans chaque 
serveur, ce n'est pas idéal mais pour la base c'est le minimum Voir si on pourrait 
"facilement" sauvegarder le tout de temps à autres sur un disque d'un serveur à l'AGETIC 
(ou au minimum sur un disque supplémentaire dans IGAD)
Tip du script installé sur le serveur :
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http://gentoo-wiki.com/TIP_Backup_with_cron_and_tar_(simple) en local
Tip pour backup voir aussi si flexbackup pourrait faire l'affaire, il y a une description sur 
http://gentoo-wiki.com/HOWTO_Backup (il y a pleins de trucs intéressant sur cette page, 
même si c'est pour gentoo).
7. Avant départ




























































































































































































































2 1.0 GB Primaire Début Espace d'échange SWAP swap2















1 36.7 GB Primaire Début Système de fichier journalisé 
ext3
/usr4

























Nom complet Identifiant Mot de passe Utilité


























































































































































































































































































































A Apache 2 Serveur Web


























































































local all postgres md5 sameuser
...
# Ipv4 local connections:
host all all 127.0.0.1/32 md5 # notre propre machine
host all all 192.168.x.0/24 md5 # les machines de notre 
sous­réseau



























































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































192.168.100.1 0.0.0.0 255.255.255.255... tun0
192.168.100.2 0.0.0.0 255.255.255.255... tun1
192.168.1.0 192.168.100.1 255.255.255.0 ... tun1






192.168.100.100 0.0.0.0 255.255.255.255... tun0














Version 1.2 - 28.09.2006
Téléphone +41 22 388 13 50    Fax +41 22 38813 57   E­mail   ot@etat.ge.ch● ●
N° sous-réseau Adresse sous-réseau Adresse IP serveur Adresse IP imprimante Plage adresses DHCP Adresse IP VPN Code
1 192.168.1.0/24 192.168.1.1 192.168.1.5/24 192.168.100.1 BAMK
2 192.168.2.0/24 192.168.2.1 192.168.2.5 192.168.100.2 BAKC
3 192.168.3.0/24 192.168.3.1 192.168.3.5 192.168.100.3
4 192.168.4.0/24 192.168.4.1 192.168.4.5 192.168.100.4
5 192.168.5.0/24 192.168.5.1 192.168.5.5 192.168.100.5
6 192.168.6.0/24 192.168.6.1 192.168.6.5 192.168.100.6
7 192.168.7.0/24 192.168.7.1 192.168.7.5 192.168.100.7
8 192.168.8.0/24 192.168.8.1 192.168.8.5 192.168.100.8
9 192.168.9.0/24 192.168.9.1 192.168.9.5 192.168.100.9
10 192.168.10.0/24 192.168.10.1 192.168.10.5 192.168.100.10
11 192.168.11.0/24 192.168.11.1 192.168.11.5 192.168.100.11
12 192.168.12.0/24 192.168.12.1 192.168.12.5 192.168.100.12
13 192.168.13.0/24 192.168.13.1 192.168.13.5 192.168.100.13
14 192.168.14.0/24 192.168.14.1 192.168.14.5 192.168.100.14
15 192.168.15.0/24 192.168.15.1 192.168.15.5 192.168.100.15
16 192.168.16.0/24 192.168.16.1 192.168.16.5 192.168.100.16
17 192.168.17.0/24 192.168.17.1 192.168.17.5 192.168.100.17
18 192.168.18.0/24 192.168.18.1 192.168.18.5 192.168.100.18
19 192.168.19.0/24 192.168.19.1 192.168.19.5 192.168.100.19
... ... ... ... ... ... ...
Serveur IGAD - 217.64.100.68/26 - - 192.168.100.100 IGAD




































































































































































































































































































































































































IGAD 1 18 Go 72 Go 18 Go ­ ­ ­

































































































































































































Professeur* prof  prof Compte du 
professeur
Elève* eleve eleve Compte de l'élève
* choisissez paramètres et vérifiez qu'aucun de ces deux utilisateurs n'aient les droits “Exécuter des 
tâches d'administration système”.
Configurer le réseau
20. Pour cela, passez par le menu Système>Administration>Réseau, sélectionnez “Connexion Ethernet” puis 
cliquez sur “Propriétés” et entrez les informations suivantes :
­ Activez cette connexion et choisissez DHCP comme paramètres de la configuration.
Fermer la fenêtre “Propriétés” et activez l'interface Ethernet0 (ou Ethernet1 selon la machine utilisée). Le 
poste de travail est maintenant configuré pour recevoir dynamiquement une adresse IP du serveur DHCP.
Utilisez la commande suivante pour vérifier que votre poste client à bien une adresse IP:
ifconfig
Remarque: ifconfig liste toutes les interfaces disponibles sur le poste de travail. Les informations 
retournées par cette commande varient en fonction du matériel installé sur le poste de travail.
Les champs inet addr:, Bcat: et Mask doivent être remplis comme sur l'exemple ci­dessous:
inet addr:192.168.x.32 Bcast:192.168.x.255 Mask:255.255.255.0
Testez la connexion:
ping 192.168.x.1
PING 192.168.x.1 (192.168.1.1) 56(84) bytes of data.
64 bytes from 192.168.x.1: icmp_seq=1 ttl=64 time=0.056 ms
64 bytes from 192.168.x.1: icmp_seq=2 ttl=64 time=0.044 ms
64 bytes from 192.168.x.1: icmp_seq=3 ttl=64 time=0.034 ms
Pressez CRTL+C pour annuler le ping, le réseau fonctionne parfaitement !
Les informations concernant le serveur DNS et domaine de recherche seront renseignés directement 
depuis le serveur. Le serveur DNS devrait correspondre à l'adresse IP: 192.168.x.1 (Serveur DNS local) 
et le domaine de recherche devrait être: cyberedux.ml (réseau local).
Mettre à jour le poste client depuis le dépôt local
Cette étape est optionnelle et ne peut fonctionner que lorsque le repository (dépôt) local a été créé sur le 
serveur /var/www/client­repository.
Téléphone +41 22 388 13 50  ● Fax +41 22 38813 57 ● E­mail   ot@etat.ge.ch
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21. Nous devons renseigner la liste des dépôts pour l'utilitaire APT. Pour cela, éditez le fichier 
/etc/apt/sources.list:
sudo vi /etc/apt/sources.list
Ajouter la ligne suivante:
#...
deb http://192.168.x.1 client­repository/ # x=n° du sous­réseau
#...
Remarque: commentez toutes les autres lignes en les faisant précéder du caractère '#'.
22. Mettons à jour notre base de données APT ainsi que notre poste client:
sudo apt­get update
sudo apt­get upgrade
sudo apt­get dist­upgrade
sudo reboot
Configurer le poste client pour utiliser apt­cacher
23. Il faut renseigner la liste des dépôts pour l'utilitaire APT. Pour cela, éditez le fichier /etc/apt/sources.list:
sudo vi /etc/apt/sources.list
Ajouter la ligne suivante:
## Ubuntu
deb http://192.168.x.1/apt­cacher/ch.archive.ubuntu.com/ubuntu dapper main restricted 
universe multiverse
## Updates
deb http://192.168.x.1/apt­cacher/ch.archive.ubuntu.com/ubuntu dapper­updates main 
restricted universe multiverse
## Security
deb http://192.168.x.1/apt­cacher/security.archive.ubuntu.com/ubuntu dapper­security 
main restricted universe multiverse
Remarque: commentez toutes les autres lignes en les faisant précéder du caractère '#'.
Configurer l'imprimante réseau
Le serveur d'impression doit être préalablement configuré (sur le serveur) avant de pouvoir configurer 
notre poste client.
24. Nous allons maintenant configurer le poste client pour accéder à l'imprimante réseau. 
a) si le fichier /etc/cups/client.conf existe éditez le, sinon créez­le avec la commande suivante:
sudo vi /etc/cups/client.conf
Décommentez la ligne concernant ServerName ou ajoutez­la comme ci­dessous:
...
ServerName 192.168.x.1 # x=n° du sous­réseau
Téléphone +41 22 388 13 50  ● Fax +41 22 38813 57 ● E­mail   ot@etat.ge.ch
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...
La configuration de l'imprimante est alors automatique. Vous pouvez vérifiez que c'est bien le cas depuis 
le bureau Système>Administration>Impression.
A ce stade, votre imprimante est prête à recevoir des tâches d'impression depuis votre poste client.
Configurer le client avec le serveur NTP
25. Commencez par installer ntpdate:
sudo apt­get install ntpdate
Remarque: ntpdate est l'utilitaire qui est exécuté au démarrage pour effectuer une synchronisation de 
l'heure du système avec le serveur NTP local.
26. Il faut maintenant sélectionner le serveur NTP local afin de mettre à jour notre poste client. Pour cela, 
éditez le fichier /etc/default/ntpdate:
sudo vi /etc/default/ntpdate
Modifiez­le comme dans l'exemple ci­dessous:
# servers to check
NTPSERVERS=”192.168.x.1” # x=n° du sous­réseau
...
27. Nous allons maintenant installer ntp­simple pour une synchronisation constante des clients:
sudo apt­get install ntp­simple
Remarque: ntp­simple installe également les packages ntp et ntp­server.
28. Puis éditer son fichier de configuration /etc/ntp.conf:
sudo vi /etc/ntp.conf
Modifiez­le comme dans l'exemple ci­dessous:
...
# adresse du serveur local 
server 192.168.x.1  # x=n° du sous­réseau
...
29. Redémarrez le serveur ntp  pour que les changements soient pris en compte:
sudo /etc/init.d/ntp­simple restart
30. Pour demander une mise à jour explicite de l'heure du poste client, utilisez la commande suivante:
sudo ntpdate ­u 192.168.x.1 # x=n° du sous­réseau
Compléter l'installation du poste client
31. Désactivez le module IPV6:
sudo gedit /etc/modprobe.d/aliases
Trouvez la ligne suivante:
alias net­pf­10 ipv6
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Remplacer par:
alias net­pf­10 ipv6 off
Recharger les modules pour que le changement soit pris en compte:
sudo update­modules
Configurer le client OpenSSH
SSH signifie SecureShell. SSH est un protocole de communication qui va nous permettre de nous 
connecter sur le serveur à distance. 
Attention, la configuration du client OpenSSH doit être réalisée uniquement sur le poste client qui va 
servir à administrer le serveur à distance.
32. Tout d'abord, il faut supprimer le fichier /home/admin/.ssh/known_hosts:
sudo rm ~/.ssh/known_hosts
33. Ensuite, nous allons générer les clés publique/privée. Cette paire de clé va nous éviter d'avoir à nous 
identifier régulièrement lors d'une connexion à distance via SSH. Notez bien que seul le compte de 
l'administrateur (admin) bénéficiera de cette facilité. Procédez comme indiqué ci­dessous:
cd /home/admin
ssh­keygen ­t rsa
Le système va alors générer les clés. Gardez l'emplacement proposé par défaut et n'entrez aucune 
paraphrase. Tapez simplement sur <Enter> pour passer à la suite.
Les clés sont stockées dans le répertoire /home/admin/.ssh. Le fichier id_rsa représente votre clé privée 
et id_rsa.pub représente votre clé publique.
34. Nous devons maintenant exporter la clé publique sur le serveur que nous voulons administrer à distance:
ssh­copy­id ­i ~/.ssh/id_rsa.pub admin@192.168.98.1
Remarque: 192.168.98.1 représente le nom ou l'adresse IP du serveur vers lequel on veut exporter la clé 
publique.
35. Finalement, pour administrer le serveur à distance, il suffit de se loguer avec la commande suivante:
ssh admin@192.168.98.1
Remarque: 192.168.98.1 représente le nom ou l'adresse IP du serveur sur lequel on veut se loguer.
Remarque: la clé publique ne doit être générée qu'une seule fois sur un des postes clients puis copiée 
dans le même répertoire des autres machines que l'on souhaite aussi voir se connecter sur le serveur. 
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Mettre à jour le poste client
36. Téléchargez le script “cyberedu_install_client” stocké sur le serveur IGAD (217.64.100.68):
wget 217.64.100.68/http:/Documents/AtelierInformatique/PaquetsATelecharger/majClients/ 
cyberedu_install_client 
Remarque: vous pouvez également utiliser le navigateur Web pour télécharger le script.
37. Rendez le script exécutable:
sudo chmod +x cyberedu_install_client
38. Exécutez le script de mise à jour:
sudo ./cyberedu_install_client
Le script va faire les mises à jour et installaer les applications suivantes:
GFTP, les plugins multimédia de Firefox, la langue française de Firefox, la langue française 
d'OpenOffice, VLC, les polices Windows, les codecs pour le multimédia, Acrobat Reader, Dia, 
Inkscape, Realplayer, le langue française du man.
Script cyberedu_install_client: 
#! /bin/bash
########################################################################################
#######
# NAME: cyberedu_install_client
#
# DESCRIPTION: Installation complémentaire des postes clients
#
# VERSION: 1.2
#
# DATE: Création: 15­sept­2006
# Dernière modif: 27­sept­2006
#
# AUTHOR: Samuel Carrupt <samuel.carrupt@etu.hesge.ch>
# Dominique Hausser <dominique.hausser@cern.ch>
########################################################################################
#######
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### Chemin d'accès des utilitaires ###
wget="/usr/bin/wget"
apt="/usr/bin/apt­get"
### applications, bibliothèques à installer ###
internet_packages="gftp" 
firefox_packages="mozilla­firefox­locale­fr­fr mozilla­mplayer totem­gstreamer­firefox­
plugin"
openoffice_packages="openoffice.org­help­fr openoffice.org­l10n­fr"
vlc_packages="vlc vlc­plugin­* mozilla­plugin­vlc avahi­daemon avahi­utils"
polices_packages="gsfonts­x11"
multimedia_packges="gstreamer0.10­plugins­ugly gstreamer0.10­plugins­ugly­multiverse 
libxine­main1 libxine­extracodecs gstreamer0.10­plugins­good gstreamer0.10­plugins­bad 
gstreamer0.10­plugins­bad­multiverse gstreamer0.10­ffmpeg gstreamer0.10­pitfdll 
gstreamer0.10­gl libdvdread3"
acrobat_packages="acroread mozilla­acroread acroread­plugins"
divers_packages="manpages­fr realplay inkscape dia­gnome"
### fonction de test des erreurs ###
check_erreurs() {
  if [ "${1}" ­ne "0" ]; then
    echo "ERREUR # ${1} : ${2}"
    exit ${1}
  fi
}
### fonction d'affichage du titre du script ###
afficher_titre() {
    echo ­e "\n***************************************************"
    echo "*          Projet Connect Africa Mali             *"
    echo "* Installation complémentaires des postes clients *"
    echo "*             v.1.2 ­ 27­sept­2006                *"
    echo "***************************************************"
}
####################################
### Remplacement du sources.list ###
####################################
# sauvegarde de l'ancien sources.list
cd /etc/apt/ && mv sources.list sources.list.orig
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# on récupère le nom du serveur dans le fichier resolv.conf
nom_serveur=`grep nameserver /etc/resolv.conf | cut ­d " " ­f2`
# on écrit dans le nouveau sources.list
echo "##Ubuntu" >> sources.list
echo "deb http://"${nom_serveur}"/apt­cacher/ch.archive.ubuntu.com/ubuntu/ dapper main 
restricted universe multiverse" >> sources.list
echo >> sources.list.txt
echo "##Sécurité" >> sources.list
echo "deb http://"${nom_serveur}"/apt­cacher/security.ubuntu.com/ubuntu/ dapper­security 
main restricted universe multiverse" >> sources.list
echo >> sources.list
echo "##Mise à jour" >> sources.list
echo "deb http://"${nom_serveur}"/apt­cacher/ch.archive.ubuntu.com/ubuntu/ dapper­
updates main restricted universe multiverse" >> sources.list
echo "##Canonical" >> sources.list
echo "deb http://"${nom_serveur}"/apt­cacher/archive.canonical.com/ubuntu dapper­
commercial main" >> sources.list
sleep 2
#######################
### Titre du script ###
#######################
afficher_titre
########################################################
### Mise à jour du source list avec "apt­get update" ###
########################################################
${apt} update
check_erreurs $? "Une erreur s'est produite lors de la commande apt­get update."
sleep 2
#######################
### Titre du script ###
#######################
afficher_titre
####################################################
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### Installation des applications, bibliothèques ###
####################################################
echo ­e "\n1. Installation des paquets Internet"
echo "===================================="
${apt} install ­y ${internet_packages}
check_erreurs $? "Une erreur s'est produite lors de l'installation de: 
${internet_packages} ."
sleep 2
echo ­e "\n2. Installation des paquets Firefox"
echo "==================================="
${apt} install ­y ${firefox_packages}
check_erreurs $? "Une erreur s'est produite lors de l'installation de: 
${firefox_packages} ."
sleep 2
echo ­e "\n3. Installation des paquets Openoffice"
echo "======================================"
${apt} install ­y ${openoffice_packages}
check_erreurs $? "Une erreur s'est produite lors de l'installation de: 
${openoffice_packages} ."
sleep 2
echo ­e "\n4. Installation des paquets vlc"
echo "==============================="
${apt} install ­y ${vlc_packages}
check_erreurs $? "Une erreur s'est produite lors de l'installation de: ${vlc_packages} 
."
sleep 2
echo ­e "\n5. Installation des paquets de fonts"
echo "===================================="
${apt} install ­y ${polices_packages}
check_erreurs $? "Une erreur s'est produite lors de l'installation de: 
${polices_packages} ."
sleep 2
echo ­e "\n6. Installation des paquets multimédia"
echo "======================================"
${apt} install ­y ${multimedia_packges}
check_erreurs $? "Une erreur s'est produite lors de l'installation de: 
${multimedia_packges} ."
sleep 2
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echo ­e "\n7. Installation des paquets Acrobat"
echo "===================================="
${apt} install ­y ${acrobat_packages}
check_erreurs $? "Une erreur s'est produite lors de l'installation de: 
${acrobat_packages} ."
sleep 2
echo ­e "\n8. Installation des paquets divers"
echo "=================================="
${apt} install ­y ${divers_packages}
check_erreurs $? "Une erreur s'est produite lors de l'installation de: 
${divers_packages} ."
sleep 2
echo ­e "\n9. Installation du plugin flashplayer"
echo "====================================="
# procédure adaptée de celle préconisée par automatix
   wget ­­tries=2 ­­timeout=30 
http://fpdownload.macromedia.com/get/flashplayer/current/install_flash_player_7_linux.ta
r.gz
   sudo apt­get ­­assume­yes remove flashplugin­nonfree
sudo rm ­rf /opt/flash32
   sudo tar zxvf install_flash_player_7_linux.tar.gz ­C /opt
   sudo mv ­f /opt/install_flash_player_7_linux /opt/flash32
   sudo rm ­f /opt/flash32/Readme.htm
   sudo rm ­f /opt/flash32/Readme.txt
   sudo rm ­f /opt/flash32/flashplayer­installer
   sudo chmod 755 /opt/flash32/flashplayer.xpt
   sudo chmod 755 /opt/flash32/libflashplayer.so
   
   sudo cp ­f /opt/flash32/libflashplayer.so /usr/lib/mozilla/plugins
   sudo cp ­f /opt/flash32/libflashplayer.so /usr/lib/firefox/plugins
sudo cp ­f /opt/flash32/flashplayer.xpt /usr/lib/mozilla/plugins
   sudo cp ­f /opt/flash32/flashplayer.xpt /usr/lib/firefox/plugins
   rm ­f ~/install_flash_player_7_linux.tar.gz
   
   if !   test ­e /usr/lib/libesd.so.1
   then
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          sudo ln ­s /usr/lib/libesd.so.0 /usr/lib/libesd.so.1
   fi
   if !   test ­e /usr/lib32/libesd.so.1
   then
          sudo ln ­s /usr/lib32/libesd.so.0 /usr/lib32/libesd.so.1
   fi
   if !   test ­e /tmp/.esd
   then
          ln ­s /tmp/.esd­1000 /tmp/.esd
   fi
check_erreurs $? "Une erreur s'est produite lors de l'installation de flashplayer."
sleep 2
#####################################################
### Répertorier les différentes fontes installées ###
#####################################################
sudo fc­cache ­f ­v
#########################################
### Message en cas de màj avec succès ###
#########################################
echo ­e "\nLa mises à jour du poste client s'est déroulée correctement.\n"
echo "***********************************************************"
Installer d'autres logiciels
Pour installer d'autres logiciels, consultez le document “ClientRepositoryLocalHOWTO.odt” qui décrit 
comment créer un repository (dépôt) local ou télécharger­les directement depuis Internet.
Ajouter un password à GRUB
L'édition du menu de GRUB est accessible sans authentification juste après l'installation du système. 
Nous allons modifier ce comportement et sécuriser également l'accès du mode recovery.
39. Entrez la commande ci­dessous pour générer une version cryptée du mot de passe:
grub
Vous allez entrez dans le mode d'édition de grub, utilisez les commandes ci­dessous pour générer votre 
mot de passe crypté:
grub> md5crypt
Password: ******** # les * représentent votre password (par ex. 
Adm1n2006)
Ce qui aura pour effet de générer la ligne suivante (mot de passe crypté en md5):
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Encrypted: 67d09d0be534c3a8421541b938fb48a0
Utilisez cette commande pour quitter le mode d'édition de grub:
grub> quit
40. Editez le fichier de configuration de GRUB /boot/grub/menu.lst :
sudo vi /boot/grub/menu.lst
Trouvez la ligne suivante:
#    password ­­md5 $1$gLhU0/$aW78kHK1QfV3P2b2znUoe/
Décommentez­la remplacez le password par défaut avec le votre:
...
password ­­md5 67d09d0be534c3a8421541b938fb48a0 # décommentez la ligne et remlacer 
l'exemple  # par votre mot de passe
...
L'édition de votre GRUB est maintenant protégée par un mot de passe.
41. Rajoutez également cette ligne sur toutes les sections de démarrage que vous voulez protéger.  Les 
sections concernant les anciens noyaux peuvent être supprimées.
Exemple de configuration:
...
title           Ubuntu, kernel 2.6.15­26­686
password ­­md5 67d09d0be534c3a8421541b938fb48a0
root            (hd0,0)
kernel          /boot/vmlinuz­2.6.15­26­686 root=/dev/hda1 ro quiet splash
initrd          /boot/initrd.img­2.6.15­26­686
savedefault
boot
...
42. Utilisez la ligne suivante pour que les changements soient pris en compte:
sudo grub­install /dev/hd0,0
Remarque: lorsque vous désirez entrer le mot de passe pour éditer une entrée ou se loguer dans le mode 
Recovery, souvenez­vous que le clavier est américain par défaut, cela quel que soit réellement le votre.
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Licence du document
Copyright c 2006 CTI, Observatoire Technologique.
This work is licensed under the Creative Commons Attribution­NonCommercial­ShareAlike License. To 
view
a copy of this license, visit http://creativecommons.org/licenses/by­nc­sa/2.5/ or send a let­
ter to Creative Commons, 559 Nathan Abbott Way, Stanford, California 94305, USA.
Vous êtes libres:
• de reproduire, distribuer et communiquer cette création au public 
• de modifier cette création
Selon les conditions suivantes :
Paternité. Vous devez citer le nom de l'auteur original.
Pas d'Utilisation Commerciale  Vous n'avez pas le droit d'utiliser cette création à des fins 
commerciales.
Partage des Conditions Initiales à l'Identique. Si vous modifiez, transformez ou adaptez cette 
création, vous n'avez le droit de distribuer la création qui en résulte que sous un contrat identique à celui­
ci.
• A chaque réutilisation ou distribution, vous devez faire apparaître clairement aux autres les 
conditions contractuelles de mise à disposition de cette création.
• Chacune de ces conditions peut être levée si vous obtenez l'autorisation du titulaire des droits. 
Ce qui précède n'affecte en rien vos droits en tant qu'utilisateur (exceptions au droit d'auteur : copies 
réservées à l'usage privé du copiste, courtes citations, parodie...)
Ceci est le Résumé Explicatif du Code Juridique (la version intégrale du contrat). 
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Pré­requis:
­ connaître les commandes de base du SHELL (Bash par défaut sur Ubuntu – 
http://www.gnu.org/software/bash/).
­ connaître les commandes de base de l'éditeur vi ­ http://www.vim.org/ (ou un équivalent, par ex. nano).
­ le serveur local doit être correctement configuré conformément au document “ServeurInstallation­
HOWTO.odt”.
­ comprendre la topologie du réseau (local et étendu).
­ avoir en sa possession un CD systemRescueCD (version 0.2.19 utilisée dans ce HOWTO).
Installer la machine source
1.  Avant toute chose, il faut installer le poste client (ou le serveur) que l'on veut cloner, le mettre à jour et 
installer toutes les applications supplémentaires.
2.  Monter le réseau et installer le poste client sur le même sous­réseau que le serveur qui va stocker les 
images.
Structure des disques des postes clients
Partition Point de montage
/dev/hda1 /1 + indication d'amorçage présent
/dev/hda2 swap2
/dev/hda5 /home3
Préparer le serveur pour stocker les images
3.  Récupérez la paquet partimage sur le serveur (choisissez la version Static i386 binary tarball):
cd /home/amdin
wget http://puzzle.dl.sourceforge.net/sourceforge/partimage/partimage­0.6.4­
static.tar.bz2
Remarque: si l'adresse ci­dessus ne fonctionne pas, rendez­vous directement sur le site 
http://www.partimage.org/ et choisissez un autre serveur de téléchargement dans la rubrique 
“Download”.
4.  Désarchivez le paquet que vous avez téléchargé: 
tar xvjf partimage­0.6.4­static.tar.bz2
5.  Déplacez l'exécutable partimaged dans le répertoire /usr/local/bin: 
sudo mv /home/admin/partimaged /usr/local/bin
6.  Modifier les droits sur le fichier /usr/local/bin/partimaged:
sudo chmod 755 /usr/local/bin/partimaged 
7.  Supprimez les fichiers, répertoires devenus inutiles:
sudo rm ­f Changelog COPYING partimage partimage­0.6.4­static.tar.bz2
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8.  Préparez le répertoire /image qui va accueillir les images des clients:
sudo mkdir /image
sudo chmod 755 /image
9.  Préparez le répertoire /var/www/image qui va accueillir le scritp d'automatisation d'installation des 
clients, les tables des partions, les MBR ainsi que le fichier de configuration de GRUB:
sudo mkdir /var/www/image
sudo chmod 755 /var/www/image
Les fichiers contenus dans /var/www/image, pour le détail des fichiers, voir la partie Annexe:
­grub_config.txt
­dolly_cyberedu_client
­backup_hda_client_{taille}GB_{marque}.mbt
­backup_hda_client_{taille}GB_{marque}.sf
10.  Lancer le daemon partimaged depuis le fichier où vous voulez stocker les images des clients. Le daemon 
va écouter sur le port 4025 les connexions des clients: 
cd /image
sudo /usr/local/bin/partimaged
Pour passer au travers du firewall il existe deux solutions, soit modifier les règles pour qu'il accepte les 
connexions des clients, soit désactiver provisoirement le firewall et le réactiver après les clonages.
Attention ne désaciver le firewall que si la sitation le permet:
a) Pour désactivez le firewall: 
sudo /etc/init.d/ini­iptables stop
b) pour réactivez le firewall: 
sudo /etc/init.d/ini­iptables start
Créer l'image de la machine source
Trouvez les caractéristiques du disque dur du poste client. Notez la marque du disque ainsi que sa 
capacité. Vous devez également connaître le numéro du sous­réseau sur lequel se trouve le serveur 
partimaged, le nom de la machine à cloner et finalement le numéro du sous­réseau de l'école.
­ Le numéro du LAN du serveur partimaged sera représenté par {lan}, numéro allant de 0 à 254.
­ La taille du disque dur sera représentée par {taille}, 10 ou 20 [GB].
­ La marque du disque sera représentée par {marque}, Maxtor, Segate ou Hitachi.
­ Le nom de la machine, par exemple: BAMK_009
­ Le numéro du LAN de l'école sera représenté par {lanEcole}, numéro allant de 0 à 254.
11.  Connectez le poste client sur le même LAN que le serveur local sur lequel on veut stocker les images.
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12.  Démarrer la machine source avec le CD systemRescueCD et pressez sur <Enter>.
13.  Sélectionner le clavier: 43
14.  Récupérez une adresse IP depuis le serveur local:
dhcpcd etho
Remarque: adaptez la commande en fonction de votre interface eth0, eth1, ...
Pour vérifier que vous avez effectivement reçu une adresse IP, utilisez la commande suivante:
ifconfig
15.  Sauvez le MBR du poste client:
dd if=/dev/hda of=backup_hda_client_{taille}GB_{marque}.mbr count=1 bs=512
16.  Envoyer le MBR sur le serveur local, puis placez­le dans le répertoire /var/ww/image:
scp backup_hda_client_{taille}GB_{marque}.mbr admin@192.168.{lan}.1
17.  Sauvez la table des partitions du poste client:
sfisk ­d /dev/hda > backup_hda_client_{taille}GB_{marque}.sf 
18.  Envoyer la table des partitions sur le serveur local, puis placez­le dans le répertoire /var/ww/image:
scp backup_hda_client_{taille}GB_{marque}.sf admin@192.168.{lan}.1
19.  Pour sauvez l'image du disque dur (hda1 et hda5), tapez la commande suivante:
partimage
Il faut répéter les opérations suivantes pour chacun des disques (hda1 et hda5):
20.  Choisissez le disque puis pressez sur <tab>.
21.  Entrez le nom de l'image: DD_PC_hda{1 ou 5}_{taille}GB_{marque} puis pressez sur <tab>.
22.  Choisissez l'option “Save partition into a new image file” puis pressez sur <F5>.
23.  Pressez encore une fois sur la toucher <F5> afin de conserver les options par défaut.
24.  Entrez la description de l'image: DD PC hda1 {taille}GB {marque} puis pressez sur <F5>.
25.  Pressez <Enter> pour commencer la création de l'image.
26.  Recommencez la même procédure pour la partition hda5
Installer un poste client depuis une image
Trouvez les caractéristiques du disque dur du poste client à installer, notez la marque du disque ainsi que 
sa capacité. Vous devez également connaître le numéro du LAN sur lequele votre poste client est 
branché.
27.  Connectez le poste client sur le même LAN que le serveur local sur lequel sont stockées les images.
28.  Démarrer le poste client avec le CD systemRescueCD et pressez sur <Enter>.
29.  Sélectionner le clavier: 43
30.  Récupérez une adresse IP depuis le serveur local:
dhcpcd eth0
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Remarque: adaptez la commande en fonction de votre interface eth0, eth1, ...
Pour vérifier que vous avez effectivement reçu une adresse IP, utilisez la commande suivante:
ifconfig
31.  Récupérez le script de clonage qui se trouve dans le répertoire /var/www/image/ du serveur local:
wget 192.168.{lan}.1/image/dolly_cyberedu_client
32.  Modifiez les droits du script:
chmod +x dolly_cyberedu_client
33.  Vérifiez que le daemon partimaged a été lancé sur le serveur local avec la commande suivante:
ps aux | grep partimaged
Si ce n'est pas le cas, utilisez les commandes suivantes pour activer le daemon:
cd /image
sudo /usr/local/bin/partimaged
Pour passer au travers du firewall il existe deux solutions, soit modifier les règles pour qu'il accepte les 
connexions des clients, soit désactiver provisoirement le firewall et le réactiver après les clonages.
Remarque: le daemon écoute sur le port 4025.
34.  Exécutez le script de clonage:
./dolly_cyberedu_client
Cinq informations vous serons demandées:
­ le numéro du LAN du serveur partimaged: ex. 98
­ la taille du disque dur: ex. 20
­ la marque du disque dur: ex. s
­ le nom de la machine. ex. BKMK_009
­ le numéro du LAN de l'école: ex. 5
Annexe
Script dolly_cyberedu_client:
#!/bin/bash
#
########################################################################################
#######
# NAME: dolly_cyberedu_client
#
# DESCRIPTION: Installer (cloner) un poste client depuis une image située sur le serveur 
local
#
# VERSION: 1.2
#
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# DATE: Création: 20­sept­2006
# Dernière modif: 27­sept­2006
#
# AUTHOR: Samuel Carrupt <samuel.carrupt@etu.hesge.ch> ­ Dominique Hausser
########################################################################################
#######
#######################
### Titre du script ###
#######################
echo ­e "\n***************************************************"
echo "*         Projet Connect Africa ­ Mali            *"
echo "*     Clonage des postes client avec Partimage    *"
echo "*            v.1.2 ­ 24­sept­2006                 *"
echo ­e "***************************************************\n"
#############################################
### Récupérer le numéro du LAN de l'image ###
#############################################
echo ­n "Quelle est le numéro du LAN du serveur partimaged, 192.168.x.0 (1­254) ? "
read lan
# test si != null
if [ ­z "$lan" ]; then
    echo ­e "\nERREUR # Vous devez entrer le numéro du LAN du serveur partimaged, 
192.168.x.0 (0­254)!\n"
    exit 1
fi
# test si nombre
if [ ­z "$(echo $lan | grep '^[0­9][0­9]*$')"  ]; then
    echo ­e "\nERREUR \"$lan\" # le numéro du LAN du serveur partimaged doit être un 
nombre compris entre 0 et 254!\n"
    exit 1
fi
# test si < 0
if [ "$lan" ­lt "0" ]; then
    echo ­e "\nERREUR \"$lan\" # le numéro du LAN du serveur partimaged ne peut pas être 
inférieur à 0!\n"
    exit 1
fi
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# test si > 254
if [ "$lan" ­gt "254" ]; then
    echo ­e "\nERREUR \"$lan\" # le numéro du LAN du serveur partimaged ne peut pas être 
supérieur à 254!\n"
    exit 1
fi
#####################################
### Récupérer la taille du disque ###
#####################################
echo ­n "Quelle est la taille du disque (10 ou 20 [GB])? "
read taille
# test si != null
if [ ­z "$taille" ]; then
    echo ­e "\nERREUR # Vous devez entrer la taille du disque (10 ou 20)!\n"
    exit 1
fi
# test si != 10 ou 20
if [ "$taille" ­ne "10"  ] && [ "$taille" ­ne "20" ]; then
    echo ­e "\nERREUR \"$taille\" # la taille du disque doit être 10 ou 20!\n"
    exit 1
fi
# test si nombre
if [ ­z "$(echo $taille | grep '^[0­9][0­9]*$')"  ]; then
    echo ­e "\nERREUR \"$taille\" # la taille du disque doit être 10 ou 20!\n"
    exit 1
fi
#####################################
### Récupérer la marque du disque ###
#####################################
echo ­n "Quelle est la marque du disque (s/S=Seagate, m/M=Maxtor, h/H=Hitachi, 
w/W=Western Digital, p/P=HP) ?"
read marque
# test si != null
if [ ­z "$marque" ]; then
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    echo ­e "\nERREUR # Vous devez entrer la marque du disque (s/S=Seagate, m/M=Maxtor, 
h/H=Hitachi, w/W=Western Digital, p/P=HP)!\n"
    exit 1
fi
# test si taille variable > 1
if [ `expr length $marque`  ­gt 1 ]; then
    echo ­e "\nERREUR # Vous devez entrer la marque du disque (s/S=Seagate, m/M=Maxtor, 
h/H=Hitachi, w/W=Western Digital, p/P=HP)!\n"
    exit 1
fi
# traduction lettre ­ marque
if [ ­n "$(echo $marque | grep '[s,S]')" ]; then
    marque="seagate"
elif [ ­n "$(echo $marque | grep '[m,M]')" ]; then
    marque="maxtor"
elif [ ­n "$(echo $marque | grep '[h,H]')" ]; then
    marque="hitachi"
elif [ ­n "$(echo $marque | grep '[w,W]')" ]; then
    marque="western"
elif [ ­n "$(echo $marque | grep '[p,P]')" ]; then
    marque="hp"
else
    echo ­e "\nERREUR # Vous devez entrer la marque du disque (s/S=Seagate, m/M=Maxtor, 
h/H=Hitachi, w/W=Western Digital, p/P=HP)!\n"
    exit 1
fi
################################################
### Récupérer le nom de la machine (hostname)###
################################################
echo ­n "Quelle est le nom de la machine (hostname) ? "
read nomHote
# test si != null
if [ ­z "$nomHote" ]; then
    echo ­e "\nERREUR # Vous devez entrer un nom de machine (hostname)!\n"
    exit 1
fi
##################################################
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### Récupérer le numéro du LAN du poste client ###
##################################################
echo ­n "Quelle est le numéro du LAN du poste client, 192.168.x.0 (1­254) ? "
read lanLocal
# test si != null
if [ ­z "$lanLocal" ]; then
    echo ­e "\nERREUR # Vous devez entrer le numéro du LAN du poste client, 192.168.x.0 
(0­254)!\n"
    exit 1
fi
# test si nombre
if [ ­z "$(echo $lanLocal | grep '^[0­9][0­9]*$')"  ]; then
    echo ­e "\nERREUR \"$lanLocal\" # le numéro du LAN du poste client doit être un 
nombre compris entre 0 et 254!\n"
    exit 1
fi
# test si < 0
if [ "$lanLocal" ­lt "0" ]; then
    echo ­e "\nERREUR \"$lanLocal\" # le numéro du LAN du poste client ne peut pas être 
inférieur à 0!\n"
    exit 1
fi
# test si > 254
if [ "$lanLocal" ­gt "254" ]; then
    echo ­e "\nERREUR \"$lanLocal\" # le numéro du LAN du poste client ne peut pas être 
supérieur à 254!\n"
    exit 1
fi
#################################################
### Recréer le MBR et la table des partitions ###
#################################################
# récupérer les fichiers sur le serveur
wget ­­tries=2 ­­timeout=30 
192.168.${lan}.1/image/backup_hda_client_${taille}GB_${marque}.mbr
wget ­­tries=2 ­­timeout=30 
192.168.${lan}.1/image/backup_hda_client_${taille}GB_${marque}.sf
# restaurer le MBR
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dd if= backup_hda_client_${taille}GB_${marque}.mbr of=/dev/hda bs=512 count=1
# appliquer la table des partitions
sfdisk ­f /dev/hda < backup_hda_client_${taille}GB_${marque}.sf
# restaurer la / 
partimage ­b ­s192.168.${lan}.1 restore /dev/hda1 DD_PC_hda1_${taille}GB_${marque}.000
#restaurer le /home
partimage ­b ­s192.168.${lan}.1 restore /dev/hda5 DD_PC_hda5_${taille}GB_${marque}.000
#######################
### Recréer le swap ###
#######################
mkswap /dev/hda2
######################
### Restaurer GRUB ###
######################
# récupérer la config du GRUB
wget 192.168.${lan}.1/image/grub_config.txt
#si le grub ne s'installe pas correctement
grub ­­batch < grub_config.txt
#############################
### Monter le disque hda1 ###
#############################
mkdir ­p /mnt/hda1
mount /dev/hda1 /mnt/hda1
##########################################################
############ Reconfiguration du poste client #############
##########################################################
### Chemin d'accès des fichiers ###
cups="/mnt/hda1/etc/cups/client.conf"
source="/mnt/hda1/etc/apt/sources.list"
ntpdate="/mnt/hda1/etc/default/ntpdate"
ntp="/mnt/hda1/etc/ntp.conf"
hostname="/mnt/hda1/etc/hostname"
hosts="/mnt/hda1/etc/hosts"
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### fonctions de modification du fichier /etc/cups/client.conf ###
modifier_cups_client() {
    #chmod 666 $cups
    echo "ServerName 192.168.${lanLocal}.1" > $cups
    #chmod 644 $cups
}
##########################################################
### Modifier ou créer le fichier /etc/cups/client.conf ###
##########################################################
# test si le fichier /etc/cups/client.conf existe
if [ ­a "$cups" ]; then
    modifier_cups_client
else
    touch $cups
    modifier_cups_client
fi
######################################################
### Modifier le source liste /etc/apt/sources.list ###
######################################################
# modifier le numéro du sous­réseau dans le source liste
sed ­i "s/${lan}/${lanLocal}/g" $source
################################################
### Modifier le fichier de config de ntpdate ###
################################################
#chmod 666 $ntpdate
echo "" > $ntpdate
echo "# servers to check.   (Separate multiple servers with spaces.)" >> $ntpdate
echo "NTPSERVERS=\"192.168.${lanLocal}.1 pool.ntp.org\"" >> $ntpdate
echo "#" >> $ntpdate
echo "# additional options for ntpdate" >> $ntpdate
echo "#NTPOPTIONS=\"­v\"" >> $ntpdate
echo "NTPOPTIONS=\"­u\"" >> $ntpdate
#chmod 644 $ntpdate
######################################################
### Modifier le fichier /etc/ntp.conf si il existe ###
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######################################################
# test si le fichier /etc/ntp.conf existe
if [ ­a "$ntp" ]; then
    sed ­i "s/${lan}/${lanLocal}/g" $ntp
fi
########################################################
### Modifier le nom de la machine dans /etc/hostname ###
########################################################
#chmod 666 $hostname
echo "$nomHote" > $hostname
#chmod 644 $hostname
######################################
### Modifier le fichier /etc/hosts ###
######################################
#chmod 666 $hosts
echo "" > $hosts
echo "127.0.0.1 localhost ${nomHote}" >> $hosts
echo "127.0.1.1 ${nomHote}" >> $hosts
echo "" >> $hosts
echo "# The following lines are desirable for IPv6 capable hosts" >> $hosts
echo "#::1 ip6­localhost ip6­loopback" >> $hosts
echo "#fe00::0 ip6­localnet" >> $hosts
echo "#ff00::0 ip6­mcastprefix" >> $hosts
echo "#ff02::1 ip6­allnodes" >> $hosts
echo "#ff02::2 ip6­allrouters" >> $hosts
echo "#ff02::3 ip6­allhosts" >> $hosts
#chmod 644 $hosts
###############################
### Démonter le disque hda1 ###
###############################
umount /mnt/hda1
Fichier grub_config.txt:
root (hd0,0)
setup (hd0)
quit
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