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La investigación tiene como objetivo determinar el ecosistema posibilitante cuyos 
factores hacen posible una efectiva transformación digital en la gestión de la 
Contraloría General de la República del Perú en el año 2020. La investigación 
debido al ecosistema para el tratamiento de la información es de tipo aplicada y un 
diseño Investigación acción, donde a través de las técnicas de análisis documental 
y entrevistas virtuales, se recolectó los datos mediante los instrumentos de ficha de 
investigación y guía de entrevista, validados a través de juicio de expertos 
determinando su confiabilidad; respecto a la población total, estuvo constituida por 
profesionales en el campo tecnológico, donde participaron siete (07) profesionales 
de la Contraloría General de la República (CGR). 
En la presente investigación, se obtuvo como resultados, que los 
principales factores que inciden en la transformación digital son la Gestión del 
cambio, Seguridad Digital, Infraestructura Tecnológica, Servicios Digitales, e 
Interoperabilidad, asimismo, existe un nivel de madurez de “INCIPIENTE” para el 
factor de Seguridad Digital debido principalmente a la falta de capacitación al 
personal, y “ENCAMINADA” para los demás factores antes mencionados, cuya  
implementación, tendría una influencia positiva en la gestión de la transformación 
digital para Contraloría General de la República Perú. 
 
 












The objective of the research is to determine the enabling ecosystem whose factors 
make possible an effective digital transformation in the management of the General 
Comptroller's Office of the Republic of Peru in 2020. The research due to the 
ecosystem for the treatment of information is applied and an Action Research 
design, where through the techniques of documentary analysis and virtual 
interviews, the data was collected through the instruments of the investigation file 
and the interview guide, validated through expert judgment, determining its 
reliability; Regarding the total population, it was made up of professionals in the 
technological field, where seven (07) professionals from the Office of the 
Comptroller General of the Republic (CGR) participated. 
In the present investigation, it was obtained as results that the main factors 
that affect the digital transformation are Change Management, Digital Security, 
Technological Infrastructure, Digital Services, and Interoperability, likewise, there is 
a maturity level of "INCIPIENTE" for the Digital Security factor mainly due to the lack 
of training for the personnel, and "ON THE ROAD" for the other factors mentioned 
above, the implementation of which would have a positive influence on the 
management of the digital transformation for the Comptroller General of the 
Republic of Peru. 
 
Keywords: Digital transformation, Enabling ecosystem, Comptroller's Office.
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I.  INTRODUCCIÓN 
 
En el mundo globalizado donde los tiempos de respuestas son cada vez más cortos 
y exigentes, las entidades estatales internacionalmente vienen implementado 
infraestructura y estrategias de cambios digitales que les permitan competir y 
trascender en el ámbito social, económico, salud, educación, científico, y otros, y 
satisfacer las necesidades de la ciudadanía, así como el cumplimiento de las metas 
institucionales propio de cada país.  
El Perú no es ajeno a ello, siendo que en el marco de la “Política 35 del 
Acuerdo Nacional - Sociedad de la Información y Sociedad del Conocimiento” y la 
“Política de Modernización del Estado” ha aprobado la Ley de Gobierno Digital 
mediante el Decreto Legislativo N° 1412 publicado el 13 de setiembre del 2018, con 
el cual se dispuso que las instituciones públicas implementen el gobierno digital a fin 
de fortalecer el ecosistema digital conducentes a brindar y mejorar los servicios 
digitales de manera accesible y segura, e interconectada entre los ciudadanos y las 
entidades públicas y privadas, sin embargo, la “Contraloría General de la República 
- Ente Rector del Sistema Nacional de Control” al cierre del periodo 2020, si bien ha 
conformado el comité de Gobierno Digital y cuenta con un proyecto de plan, no ha 
aprobado el plan de Gobierno Digital ni iniciado la implementación del mismo. 
Por los hechos expuestos, se plantea el siguiente problema general: ¿Cómo 
se da el proceso para la transformación digital en la Contraloría General de la 
República, 2020? Asimismo, se formula los siguientes problemas específicos:  
¿Cómo se da el proceso para una efectiva transformación digital relacionada a la 
gestión del cambio en la Contraloría General de la República, 2020?, ¿Cómo se da 
el proceso para una efectiva transformación digital relacionada a la seguridad digital 
en la Contraloría General de la República, 2020?, ¿Cómo se da el proceso para una 
efectiva transformación digital relacionada a la infraestructura tecnológica en la 
Contraloría General de la República, 2020?, ¿Cómo se da el proceso para una 
efectiva transformación digital relacionada a los servicios digitales en la Contraloría 
General de la República, 2020?, ¿Cómo se da el proceso para una efectiva 
transformación digital relacionada a la interoperabilidad en la Contraloría General de 
la República, 2020? 
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El estudio de investigación se justifica en el sentido que analizar cuáles son 
aquellos factores que posibilitan o imposibilitan una efectiva transformación digital en 
la Contraloría General de la República, 2020, a fin de plantear las soluciones del 
objeto de estudio que servirá para la toma de medidas de los dirigentes de la 
Institución, para el diseño de plan y ejecución para la implementación del gobierno 
digital.  
El objetivo general del estudio de investigación es: Determinar el ecosistema 
posibilitante de una efectiva transformación digital en la Contraloría General de la 
República, 2020; siendo sus objetivos específicos los siguientes: Determinar el 
ecosistema posibilitante para una efectiva transformación digital respecto a la gestión 
del cambio en la Contraloría General de la República, 2020, Determinar el 
ecosistema posibilitante para una efectiva transformación digital respecto a 
seguridad digital en la Contraloría General de la República, 2020, Determinar el 
ecosistema posibilitante para una efectiva transformación digital respecto a la 
infraestructura tecnológica en la Contraloría General de la República, 2020, 
Determinar el ecosistema posibilitante para una efectiva transformación digital 
respecto a los servicios digitales en la Contraloría General de la República, 2020, 
Determinar el ecosistema posibilitante para una efectiva transformación digital 

















II.  MARCO TEÓRICO 
 
En el contexto internacional sobre la variable transformación digital, Ruiz (2017) 
concluyó que, se requiere implementar medidas de desarrollo tecnológico en las 
entidades del Estado, y desarrollar estrategias de capacitación en su manejo a fin 
que se aumente el conocimiento en el manejo adecuado de las TIC (p. 95).  
Almaraz (2016) concluyó del trabajo de investigación realizada en la 
universidad de estudio, que el equipo de gobierno digital tiene una concepción poca 
estratégica del uso de las tecnologías digitales relacionadas a la infraestructura y la 
administración electrónica, resultando evidente la ausencia casi total de la 
transformación digital, asimismo, concluyó, que la institución requiere implementar 
medidas de desarrollo tecnológico, desarrollar estrategias de capacitación  a su 
personal a fin que se aumente el conocimiento en el adecuado de las TIC (p. 95). 
Por otro lado, Braga (2018) concluyó que, la transformación digital es parte de 
la agenda de las empresas de todo el mundo como respuesta a los cambios 
tecnológicos permitiendo crear y transformar nuevos modelos de negocio. Por si 
misma la transformación digital no viene hacer algo adoptado por la tecnología, es, 
sino que se utiliza como un facilitador, como una nueva forma de hacer las cosas, 
empezando por transformar la cultural de las personas, no obstante, las altas 
restricciones y retos que expone la transformación, es variar la cultura de la empresa, 
modificar las distintas reflexiones de las personas. (p. 65-67). 
García y García (2013) concluyeron que, existen ejes elementales que guían 
el estudio interno de un ecosistema tecnológico los cuales son: integración entre 
otros componentes del ecosistema, gestión de los usuarios, capacidad de progreso 
de cada componente, componentes de sociales y gestión de los datos. 
Katz (2015) concluye que, ecosistema digital, viene hacer el conjunto de 
servicios prestaciones y exigencias de diversas formas que se proveen por medio de 
las redes de telecomunicaciones, las infraestructuras y servicios asociados, viene 
hacer un concepto recientemente usado por diversas organizaciones 
internacionales. Sin embargo, su estudio es nuevo para toda América Latina, hay 
poco estudio sobre la industrial digital en las regiones, así como de los modelos 
nuevos de negocios que han surgido y cómo se están repartiendo a un nivel global 
las rentas asociadas a las mismas. 
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En el contexto nacional sobre la variable transformación digital, Rojas (2019) 
concluyó que hay conexión asociativa de la variable transformación digital 
(conformada por las dimensiones de competitividad, estrategia tecnológica y cambio 
cultural) y la variable crecimiento experto del personal en la organización Digital 
Business Club E.I.R.L, Los Olivos 2019 (p. 38). Por su parte Montero (2016) concluyó 
que, la ejecución de la implementación de arquitectura y virtualización de servidores 
físicos a virtuales como propuesta del trabajo de investigación en la Municipalidad 
Metropolitana de Lima, ha contribuido a optimizar los procesos en sus diversos 
sistemas informáticos, como los Sistemas Integrados de Gestión, Sistemas 
Catastrales, Sistemas de Información Geográfica, Sistemas de Sección Vial, 
Sistemas de aplicaciones propias, Sistemas de Archivos, así como en Bases de 
Datos, lo que permitió ahorrar hasta el 40% en los costos operativos (gestión, 
mantenimiento, operación) de la nueva plataforma computacional versus la anterior 
(p. 66-70). 
 Rivero (2018) concluyó que, hay un efecto positivo usando la Transformación 
digital en relación a la gestión de clientes, la estrategia de innovación, y la generación 
de valor, no obstante, no se aprecia lo mismo con relación a la competencia y al 
manejo de volúmenes de datos en relación al estudio realizado con respecto a la 
idea metodológica para la acogida del concepto de la Transformación Digital como 
recurso de mejora empresarial de las MYPES de manufactura del establecimiento 
comercial de Gamarra, (p. 215-216), asimismo, Cubas y Sánchez (2019), 
concluyeron que, el comercio electrónico a través del uso de las redes sociales y 
página web tiene una relación significativa con la transformación digital de las 
pequeñas y medianas empresas productivas del distrito de Chepén, pues contribuye 
en el incremento de ventas y la fidelización del cliente. (p. 22).  
El Instituto Latinoamericano y del Caribe de Planificación Económica y Social 
(2012) menciona que en esta época se ha iniciado un auténtico cambio respecto al 
acceso a los datos públicos por intermedio de los ciudadanos llamado “Datos 
abiertos”, el cual es el resultado de poner al servicio de la sociedad los datos 
resaltantes más comunes para la ciudadanía para que estos a su vez creen un nuevo 
concepto o aplicación que arroje nuevos datos , experiencias u otros alcances que 
el gobierno no puede entregar(p.5). 
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Sánchez (s.f) refiere que para una eficaz transformación digital la 
organización debe la capacidad de acoplarse a todos los cambios que se presenta 
diariamente en el mercado y el avance tecnológico que se aplica, a fin de permitir a 
una empresa actuar de forma oportuna ante los acontecimientos que se presenten 
en el mercado y reformarse a fin de que no pierda su posición y sus clientes que son 
su razón de ser. 
Escudero (2020) señala que el índice de madurez digital es la consistencia 
del uso de herramientas digitales, es el grado digital de transformación en genérico 
o del departamento de sistemas y tener la disposición un cambio en todos los 
departamentos del negocio, mencionó que existe un índice de madurez digital que 
está divida en tres niveles: avanzada, encaminada e incipiente. 
Siendo avanzada aquel que dentro de su calificación promedio sobre una 
escala dentro del 1 al 5,  tiene una mayor participación dentro de los ámbitos de la 
gestión empresarial ( Estrategia de innovación, experiencia al cliente, operaciones, 
Administración, Información y tecnología, Riesgos y seguridad cibernética y Cultura 
y organización) siendo 5 aquellos que poseen una madurez digital plena , 
encaminada poseen un avance intermedio e incipiente aquellos con menos 
desarrollo o participación generalmente esto se resalta más en la experiencia al 
cliente demostrando menos ventaja frente a sus competidores. (párrafo 4) 
Para Aguirre (2018) menciona que, en un ecosistema digital la materia 
importante vendría a ser la atracción, la innovación y el traspaso de los datos 
digitales para lograr la coexistencia con una mínima infraestructura adecuada. Sin 
dañar a las personas y más bien permitir que contribuya y se favorezcan de la 
transformación digital, para esto el estado debe de permitir al país la conectividad, 
promover y utilizar medidas que encaminen e incentiven a la cooperación 
constructiva y dar a los ciudadanos un sistema de identificación digital y avalar la 
ciberseguridad que salvaguarde y brinde seguridad a los participantes.  
García (2016) señala como modelo de ecosistema tecnológico es donde 
puedan compenetrarse todos los métodos (educativos, políticos, reglamentos, 
aplicaciones y equipos de trabajo) de tal forma que estén conectados y del cual su 
aplicación este basado en los elementos físicos del medio tecnológico. 
Para Monsalve (2017) señala que la transformación digital radica en 
conseguir ensamblar los contenidos tecnológicos, técnicas agiles, un perfil 
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transformador y una compresión del ciudadano, que consienta a las instituciones en 
dar un servicio ideal y especial a los ciudadanos y operativamente eficaz. Es reunir 
la tecnología saliente, usando el liderazgo y los modelos nuevos de trabajo, con el 
propósito de transformar el negocio que se maniobra (Muñoz, 2015). 
Escudero (2020) menciona que no basta con tener instrumentos digitales 
modernos para ser maduros técnicas digitales, sino también, aplicare un método 
estratégico que incluya en la cultura de la organización, asimismo, tener en cuenta 
el lugar donde se desenvuelve para que se incluya aspectos tales como la 
Ciberseguridad (párrafo 5) 
Jiménez (2017) manifiesta que el Trabajador Digital ha adquirido 
necesidades diferentes a los de tiempos pasados, debido a esto necesitan que su 
empresa se desarrolle y se convierta en algo más que mantener a su staff sino en 
brindar cosas que puedan ayudar a dar ventajas al negocio. Es por esto que se 
necesita una decisión importante para el futuro que quieren llegar y así ofrecer 
mayores medios de empleabilidad (Martínez, 2018, párrafo 1). 
Halpern y Valderrama (2018) menciona que las estrategias tecnológicas son 
“aquellas que priorizan, integran y coordinan los múltiples espacios de 
transformación digital dentro y fuera de los límites de la empresa, y que consideran 
las implicancias y operaciones después de tales transformaciones en la empresa” 
(p.54). 
Las entidades deben de asumir el compromiso de hacer lo posible para 
empujar el cambio a la transformación digital y hacerlos durables en el tiempo para 
todos sus colaboradores, para la organización y para su cultura para así alejar las 
barreras que no permiten mejoras los esfuerzos y digitalizar los métodos, información 
y servicios. (Resolución de secretaría de gobierno digital N° 005-2018-PCM/SEGDI 
de 2018). 
Beltrán (2020) señala que la Gestión de Cambio es algo que debe estar en 
la planificación de una Transformación digital, de que se debe contar con un plan 
estratégico transversal y alineado al modelo del trabajo y que se incentive al personal 
a la adaptación de diferentes comportamientos y una mentalidad alineada a distintos 
procesos digitales. 
La entidad debe salvaguardar los pilares de la seguridad de la información 
que maneja añadiendo la autenticidad y el no repudio para los ciudadanos o 
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administrados siguiendo sus procedimientos y normas vigentes para así fortalecer la 
confianza del ciudadano en usar los servicios digitales (Resolución de secretaría de 
gobierno digital N° 005-2018-PCM/SEGDI de 2018). 
La seguridad digital es la situación de tranquilidad en un ambiente digital que 
se origina de la gestión y aplicación de una cantidad de reglas proactivas y reactivas 
ante los conflictos que impactan en la seguridad de las individuos y la nación, el 
bienestar económico y social, y las cosas nacionales en su entorno todo esto 
sustentado en la articulación de los representantes del sector público, privado y otros 
que apoyan en implantar controles, acciones y medidas (Decreto legislativo N° 1412 
de 2018). 
Para Thompson (2016) señala que, la arquitectura tecnológica es un modelo 
conceptual que especifica la estructura, gobernabilidad, comportamiento y conexión 
entre el hardware. 
La infraestructura tecnológica es el “conjunto de elementos para el 
almacenamiento de los datos de una empresa. En ella se incluye el hardware, el 
software y los diferentes servicios necesarios para optimizar la gestión interna y 
seguridad de información” (Xeral.net, 2018). 
Cardeña Flor (2019) cita a la Dra. Muñoz Salgado donde señalo que el 
servicio digital se considera como un producto, para operaciones de comercio 
electrónico de forma abierta, conlleva a una prestación, con contenido intangible e 
intelectual, donde no es necesario un lugar físico debido que se pone a disposición 
al usuario por medios electrónicos, se caracteriza por ser intangible e interactivo y 
simultaneo. 
Asimismo, la Presidencia del Consejo de Ministros del Perú define los 
servicios digitales que es aquel provisto total o parcial a través de Internet u otra red 
similar, que debe ser instintivo, no presente y utilizar de forma intensa las tecnologías 
digitales, para la elaboración, acceso a datos y contenidos que den valor público a 
los habitantes e individuos en general (Decreto legislativo N° 1412 de 2018). 
En cuanto a la Interoperabilidad es la facultad de ejercer una acción que 
tienen las organizaciones para lograr sus motivos que han acordado colectivamente, 
acudiendo a la puesta en común de información y conocimientos, a través de los 
métodos y la reciprocidad de datos entre sus pertinentes métodos de información 
(Decreto legislativo N° 1412 de 2018). Asimismo, Ruiz (2015) señala que la 
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interoperabilidad mejora cuando las entidades cual sea su tipo emplean un mismo 
vocabulario. Gerónimo (2015) explicó que para la interoperabilidad no es un fin sino 
es un canal para que los gobiernos mejoren sus operaciones por el cual en el Perú 
es necesario un entorno político y regulatorio, con infraestructura de banda de ancha, 





























3.1. Tipo y diseño de investigación 
 
El presente estudio, considerando el propósito perseguido, corresponde a 
una investigación de tipo aplicada, puesto que, se busca entrelazar el 
conocimiento en base al marco teórico referida al objeto de estudio para 
luego plantear una solución, tal como lo refiere Lozada (2014) “La 
investigación aplicada tiene por objetivo la generación de conocimiento con 
aplicación directa y a mediano plazo en la sociedad o en el sector productivo” 
(p.35).  
Basado en el tipo de datos y el análisis empleado se trata de una 
investigación de tipo cualitativa, pues como refiere Barbour (2013) este tipo 
de investigaciones “se interesan por acceder a las experiencias, 
interacciones y documentos en su contexto natural”. 
Asimismo, en el reciente trabajo de exploración se aplicará el diseño de 
investigación acción, puesto que el investigador se encuentra inmerso en la 
problemática objeto de estudio, como indican Guerrero y Guerrero (2014) la 
investigación – acción está “fundamentada en la motivación a que participen 
en la investigación los afectados o involucrados con el fenómeno, para 
encontrar las causas y buscar soluciones; la observación que haga el 
investigador en el campo de las actuaciones de los participantes en sus 
lenguajes (orales y corporales) será vital en el desarrollo de la investigación” 
(p. 9). 
3.2. Categorías, Subcategorías y matriz de categorización. 
 
En la investigación se abordará las categorías de gestión del cambio, 
seguridad digital, infraestructura tecnológica, servicios digitales, e 
interoperabilidad. 
3.3. Escenario de estudio 
 
La investigación se llevó a cabo en la Contraloría General de la República 
del Perú, cuya sede central se encuentra ubicada en Jirón Coronel Camilo 
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Carrillo 114, Jesús María 15072, Lima, Perú, puesto que toda la plataforma 
y sistemas informáticos, así como la prestación de servicios digitales son 
monitoreadas por la Gerencia de Tecnologías de la Información y sus 
respectivas subgerencias ubicadas en la sede central.  
3.4. Participantes 
 
Para el desarrollo del presente estudio de investigación se contó con la 
participación de siete (7) profesionales especializados con conocimiento y 
experiencia con los temas relacionados a las categorías de la variable de 
estudio, quienes vienen laborando en la Contraloría General de la República 
por más de ocho (8) años. 
Dicha muestra ha sido seleccionada, siguiendo los siguientes criterios de 
selección (Escudero y Cortez, 2018, p.82): 
 Pertinencia en analogía a la caracterización de los individuos que 
consigan contribuir con información distinguida al estudio. 
 Adecuación, es manifestar que hay una adecuada disposición de 
información para contar la anomalía o problema. 
 Conveniencia para acoger una maniobra que apruebe formar el conjunto 
social.  
 Oportunidad, describe la eventualidad tener la potestad de estar en los 
periodos y partes precisas dentro del conjunto social.  
 Disponibilidad, consiste en poseer entrada total a los sitios y sucesos 
que requieran el estudio. 
3.5. Técnicas e instrumentos de recolección de datos 
 
Para la recolección de datos del trabajo de investigación se utilizó la técnica 
de análisis documental para revisar y extraer datos de la ENRIAP reportado 
por la CGR ante la Secretaria del Gobierno Digital de la PCM a través del 
instrumento guía de investigación, asimismo, se utilizó la técnica entrevista 
individual para obtener las percepciones del personal de la CGR respecto a 





En base a la realidad problemática y planteamiento del problema, se 
determinó los objetivos del estudio de investigación, posterior a ello luego de 
revisar publicaciones y bibliografía diversa, se procedió a elaborar la guía de 
investigación con la cual mediante la técnica análisis documental se revisó y 
extrajo datos de la ENRIAP (Encuesta Nacional de Recursos Informáticos) 
reportado por la CGR ante la Secretaria del Gobierno Digital de la PCM 
vigente al periodo 2020 y autorizados por la CGR para el presente trabajo de 
investigación; con dicha información se procedió a elaborar la guía de 
entrevista con preguntas por cada categoría de estudio y se aplicó la técnica 
de entrevista a siete (7) profesionales especializados con más de ocho (8) 
años de experiencia laborando en la CGR, la cual se desarrolló de manera 
virtual a través de la aplicación de Google Forms. Con la información 
obtenida del ENRIAP y entrevistas se analizó conjuntamente para poder 
llegar a las conclusiones buscadas en los objetivos del presente estudio. Con 
la información obtenida del análisis documental y las entrevistas se llevó a 
cabo un análisis de factorización mediante un el programa para análisis de 
datos cualitativos Atlas.ti versión 9 y que brindan sustento teórico de la 
fiabilidad de los datos, se muestra descriptivamente los resultados de las 
expectativas y la satisfacción. 
 
3.7. Rigor científico 
 
La recopilación y tratamiento de información cuenta con la autorización de la 
Gerencia de Tecnologías de la Información de la CGR, así como de los 
profesionales que participaron en las entrevistas, guardando el respectivo 
sentido ético en el proceso de investigación. 
3.8. Método de análisis de datos 
 
Con la información obtenida a través del análisis documental y las entrevistas 
se llevó a cabo un análisis de factorización, que corresponde a técnicas de 
análisis cualitativo que permiten descubrir constructos más abstractos y sus 
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respectivas interrelaciones (Escudero y Cortez, 2018, p.85) que puedan 
influir sobre el comportamiento de la variable en estudio, los cuales 
procesados mediante el programa para análisis de datos cualitativos Atlas.ti 
versión 9.  
3.9. Aspectos éticos 
 
Entre los aspectos éticos considerados en el presente trabajo investigación, 



























IV. RESULTADOS Y DISCUSIÓN 
 
A continuación, se presenta los resultados descriptivos obtenidos del análisis 
documental de la Encuesta Nacional de Recursos Informáticos (ENRIAP) reportado 
por la CGR ante la Secretaria del Gobierno Digital de la PCM vigente al periodo 2020, 
así como, los datos obtenidos de las entrevistas realizadas de manera virtual a través 
de la aplicación de Google Forms, relacionadas a las cinco (5) categorías que 
conforman la variable de estudio transformación digital, los cuales se exponen a 
continuación: 
 
4.1 Respecto al ecosistema de la Gestión del cambio para una efectiva 
trasformación digital. 
 
Del análisis documental del ENRIAP vigente al periodo 2020 y las entrevistas 
realizadas se obtuvo como resultado que, la madurez digital en relación a la gestión 
del cambio en la CGR, es “ENCAMINADA”, debido a los siguientes factores: El 
personal cuenta con acceso a la Intranet y Internet, cuenta con computadoras 
personal y laptops, cuentan con directivos, profesionales y técnicos (contratados y 
nombrados), cuenta con el Sistema Integrado de Gestión Administrativa (SIGA), 
documentación metodológica (Plan Estratégico de TI, de Seguridad, de 
Contingencias, Operativo Informático, etc.)  y algunas directivas internas (Estándares 
de desarrollo, Evaluación de equipos, virus informático, registro de recursos 
informáticos). 
Asimismo, de la entrevista realizada al profesional especializado de la CGR, 
se obtuvo como resultado la percepción general de los factores posibilitantes y 













Factores posibilitantes y barreras en la gestión del cambio 
 
Fuente: Datos de la entrevista a los profesionales de la Contraloría General de la 
República del Perú. 
 
Las barreras que imposibilitan una efectiva transformación digital relacionada 
a la gestión del cambio, son: La falta de planificación y capacidad para innovar, la 
falta de difusión de cambios normativa y procedimientos, la resistencia y/o rechazo 
al cambio, la falta de competencias digitales del personal en general y, la falta de 
presupuesto. 
En tanto que, los factores posibilitantes para una efectiva transformación 
digital relacionada a la gestión del cambio, son: Capacitación, concientización e 
inclusión a todo el personal en el uso de las TICs, promoción y difusión del beneficio 
de la transformación digital, promover la cultura de innovación y cambio informático 
en la institución, cambiar y/o actualizar las políticas e instrumentos de gestión 
informática, compromiso de la alta dirección en promover la gestión de cambio, 
interconexión (internet) entre trabajadores ciudadanos y entidades, aprobar e 
implementar el plan de gobierno digital. 
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Dichos resultados han sido confirmados mediante un estudio desarrollado por 
Beltrán (2020), donde hace mención que la Gestión de Cambio es algo que debe 
estar en la planificación de una transformación digital, y debe ser parte de un plan 
estratégico transversal y alineado al modelo del trabajo, que incentive al personal a 
la adaptación de diferentes comportamientos y una mentalidad alineada a distintos 
procesos digitales. 
Asimismo, Monteiro (2019) concluyó que el objetivo de la Gestión del cambio 
es disponer y facilitar al personal, la adopción de transformación de comportamiento 
y de organización eventual, asimismo, precisó que, para el éxito del cambio se 
requiere emplear un método estructurado con el uso adecuado de herramientas. 
 Por otro lado (Muñoz, 2019) indico que existen obstáculos importantes como 
la dificultad de variar la cultura corporativa de la entidad, la falta de recursos 
económicos, la ausencia de políticas públicas que alienten el método de cambio y la 
falta de información acerca de dicho método. Al respecto (Ulsen, 2020) hace hincapié 
que los trabajadores tienen poca confianza en lo nuevo, debido a componentes 
variables, y debido a que las recompensas de estas diferencias frecuentemente son 
remotas para la entidad, siendo más para los clientes y ninguno para los empleados. 
 
4.2 Respecto al ecosistema de la Seguridad Digital para una efectiva 
trasformación digital. 
 
Del análisis documental del ENRIAP vigente al periodo 2020 y las entrevistas 
realizadas se obtuvo como resultado que, la madurez digital en relación a la 
seguridad digital en la CGR, es “INCIPIENTE”, debido a los siguientes factores: 
Proceso de inicio de normas ISO, evaluaciones y actualizaciones de las políticas de 
seguridad, acuerdos con el personal sobre la confidencialidad de la información, 
mecanismo de seguridad de información para los equipos de la institución, controles 
en la red de datos, registro de fallas de las comunicaciones de datos, controles de 
seguridad informática de los usuarios que usan computadoras portátiles, análisis y 
definición de los requerimientos de seguridad informática, procedimientos de control 
de los cambios que se realizan a las aplicaciones de software y sistema operativa  




Asimismo, de la entrevista realizada al profesional especializado de la CGR, 
se obtuvo como resultado la percepción general de los factores posibilitantes y 
barreras en la Seguridad Digital, conforme se visualiza en la figura siguiente: 
 
Figura 2 
Factores posibilitantes y barreras en la Seguridad Digital, en la CGR 
 
Fuente: Datos de la entrevista a los profesionales de la Contraloría General de la 
República del Perú. 
 
Las barreras que imposibilitan una efectiva transformación digital relacionada 
a la seguridad digital, son: La falta de capacitación y actualización continua de 
personal informático en seguridad digital, la falta de la implementación de las normas 
ISO 12270,17999 y 27001, la falta de compromiso por parte de la alta dirección 
respecto a seguridad digital, y recursos limitados por innovar en seguridad digital. 
En tanto que, los factores posibilitantes para una efectiva transformación 
digital relacionada a la seguridad digital son: fomentar una cultura de cambio 
respecto a las competencias en seguridad digital, constante capacitación y 
actualización del personal informático en seguridad digital, mayor asignación de 
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recursos para innovar en la seguridad digital, contar con un mecanismo de seguridad 
y encriptación de archivos, compromiso por parte de la alta dirección y todo el 
personal respecto a la seguridad digital, implementar las normas ISO 12207, 17999 
y 27001 en la CGR. 
Dichos resultados han sido confirmados a través de la página institucional de 
la Presidencia del Consejo de Ministros (2019), donde en un conversatorio entre sus 
miembros mencionan que los objetivos a consideran son: robustecer la organización 
de gobernanza en seguridad digital, mejorar la seguridad digital de los activos 
sensibles, impulsar la cultura en seguridad digital por medio de la educación al 
ciudadano, promover la colaboración y cooperación en seguridad digital, impulsar la 
investigación, innovación, desarrollo e industria en el ambiente de la seguridad 
digital, minimizar los actos ilícitos en el ambiente digital que transgredan contra la 
Nación.  
Por otro lado, la revista Comex Perú (2020) señaló que, para salvaguardar los 
derechos de las personas en un ambiente digital es necesario implementar políticas 
de ciberseguridad con el fin de elevar la confianza en las tecnologías digitales y dar 
comodidad al acceso a las mismas, asimismo, refirió que el Perú adolece de 
estrategias de ciberseguridad básicos en adquisiciones tecnológicas y un mínimo 
mercado nacional de tecnologías en ciberseguridad.  
Por su parte, Asturias (2018) concluyó que la unión de la seguridad en las 
áreas de la tecnología digital involucra a la trasformación de la seguridad, lo que da 
como resultado una firme e integral arquitectura y una seguridad efectiva en el ciclo 
de vida que abarca el ecosistema de redes, y el poder cambiar totalmente a nuestra 
sociedad para una innovación y un crecimiento económico los cuales son impulsados 
por la transformación digital y de seguridad. 
 
4.3 Respecto al ecosistema de la Infraestructura tecnológica para una efectiva 
trasformación digital. 
 
Del análisis documental del ENRIAP vigente al periodo 2020 y las entrevistas 
realizadas se obtuvo como resultado que, la madurez digital en relación a la 
Infraestructura Tecnológica en la CGR, es “ENCAMINADA”, debido a los siguientes 
factores: cantidad optima de almacenamiento, soporte de IPV6, plan de transición a 
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IPV6, desarrollo del SIGA, aplicativos relacionados a las funciones administrativas, 
tipo y cantidad de certificados digitales. 
Asimismo, de la entrevista realizada al profesional especializado de la CGR, 
se obtuvo como resultado la percepción general de los factores posibilitantes y 




Factores posibilitantes y barreras en la Infraestructura Tecnológica, en la CGR 
 
Fuente: Datos de la entrevista a los profesionales de la Contraloría General de la 
República del Perú. 
 
Las barreras que imposibilitan una efectiva transformación digital relacionada 
a la infraestructura tecnológica son: no cuenta con aplicativos y almacenamiento en 
la nube, falta de compromiso de la alta dirección con respecto a la infraestructura 
tecnológica, Recursos limitados, centro de datos de contingencia con la estructura 
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básica y/o inadecuada, falta de inversión en infraestructura, inadecuada ubicación 
geográfica entre el centro de datos principal y de contingencia. 
En tanto que, los factores posibilitantes para una efectiva transformación 
digital relacionada a la infraestructura tecnológica son: renovar la infraestructura de 
almacenamiento de datos, Asignación de mayores recursos, diagnóstico de la actual 
infraestructura tecnológica, adoptar algún tipo de servicio de cloud computing, 
ubicación estratégica entre el centro de datos principal y de contingencia, mejorar 
y/o implementar el equipamiento del centro de datos de contingencia, mayor 
compromiso de la alta dirección en implementar la infraestructura digital, adoptar 
medidas que garanticen la continuidad de los procesos ante algún incidente en el 
centro de datos principal. 
Dichos resultados han sido confirmados mediante un estudio desarrollado por 
Freixa (2019), donde señala que el problema de la lentitud de la transformación 
digital en España se debe a una cuestión de visión hacia el futuro, que las empresas 
que se den cuenta del cambio en el paradigma y se doten de infraestructura 
tecnología necesaria para modernizar el modelo del negocio, será el que consiga 
colocarse a la cabeza de su sector respectivo. 
Por otro lado, Borray (2020) concluyó que actualmente las empresas 
implementan sus proyectos relacionadas a diferentes tecnologías lo cual ha 
ocasionado que aumenten sus volúmenes de información de manera considerable 
sin haber tomado en cuenta que la infraestructura tecnológica de la entidad no es 
apta para estos nuevos escenarios. 
 
4.4 Respecto al ecosistema de los servicios digitales para una efectiva 
trasformación digital. 
 
Del análisis documental del ENRIAP vigente al periodo 2020 y las entrevistas 
realizadas se obtuvo como resultado que, la madurez digital en relación a los 
Servicios Digitales en la CGR, es “ENCAMINADA”, debido a los siguientes factores: 
dispone de acceso a internet, correo electrónico, web site, dominio propio, 
conocimiento de las técnicas de la digitalización de documentos con valor legal, la 
entidad cuenta con una mesa de ayuda, brinda servicios en línea para consulta de 
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expedientes, normas legas y documentos, posee mecanismos de autentificación 
para que los usuarios accedan algún servicio en línea 
Asimismo, de la entrevista realizada al profesional especializado de la CGR, 
se obtuvo como resultado la percepción general de los factores posibilitantes y 
barreras en la Servicios Digitales, conforme se visualiza en la figura siguiente: 
 
Figura 4 
Factores posibilitantes y barreras en la Servicios Digitales, en la CGR 
 
Fuente: Datos de la entrevista a los profesionales de la Contraloría General de la 
República del Perú. 
 
Las barreras que imposibilitan una efectiva transformación digital 
relacionada a los servicios digitales son: Falta promover y concientizar la cultura de 
cambio digital en el cliente interno, resistencia al cambio por parte del personal y falta 
capacitación al personal. 
En tanto que, los factores posibilitantes para una efectiva transformación 
digital relacionada a los servicios digitales son: sensibilizar a las áreas principales en 
la difusión y uso de los servicios digitales, promover una cultura de cambio en el uso 
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de los servicios digitales, promover la capacitación permanente en el uso de los 
servicios digitales y compromiso y respaldo de la alta dirección en la mejora continua 
de los servicios digitales propios. 
Dichos resultados han sido confirmados por Cardeña Flor (2019), donde 
señala que el servicio digital se considera como un producto para operaciones de 
comercio electrónico de forma abierta que conlleva a una prestación con contenido 
intangible e intelectual, donde no es necesario un lugar físico debido a que se pone 
a disposición al usuario por medios electrónicos y se caracteriza por ser intangible e 
interactivo y simultáneo. 
Asimismo, la Presidencia del Consejo de Ministros del Perú define que los 
servicios digitales es aquel provisto total o parcial a través de Internet u otra red 
similar, que debe ser instintivo, no presente y utilizar de forma intensa las tecnologías 
digitales, para la elaboración, acceso a datos y contenidos que den valor público a 
los habitantes e individuos en general (Decreto legislativo N° 1412 de 2018). 
 
4.5 Respecto al ecosistema de los Interoperabilidad para una efectiva 
trasformación digital 
 
Del análisis documental del ENRIAP vigente al periodo 2020 y las entrevistas 
realizadas se obtuvo como resultado que, la madurez digital en relación a la 
Interoperabilidad en la CGR, es “ENCAMINADA”, debido a los siguientes factores: 
Web Service Consumidor de la PIDE (Plataforma de Interoperabilidad del Estado) u 
otras plataformas, entidades que más interoperan.  
Asimismo, de la entrevista realizada al profesional especializado de la CGR, 
se obtuvo como resultado la percepción general de los factores posibilitantes y 











Factores posibilitantes y barreras en la Interoperabilidad, en la CGR 
 
Fuente: Datos de la entrevista a los profesionales de la Contraloría General de la 
República del Perú. 
 
Las barreras que imposibilitan una efectiva transformación digital relacionada 
a la interoperabilidad, son: limitada interoperabilidad tecnología a grandes volúmenes 
de datos, la falta de compromiso y estrategias para realizar nuevos convenios, 
demora en la respuesta de la PIDE, recursos limitados, sistemas informáticos no 
compatibles con otras entidades; en tanto que los factores posibilitantes para una 
efectiva transformación digital relacionada a la interoperabilidad son: implementar 
sistemas informáticos compatibles con otras entidades implementar sistemas de 
interactividad interoperabilidad analítica predictiva e inteligencia realizar nuevos 
acuerdos con convenios con otras entidades para acceso de información apoyo de 




En tanto que, los factores posibilitantes para una efectiva transformación 
digital relacionada a la interoperabilidad son: implementar sistemas informáticos 
compatibles con otras entidades, implementar sistemas de interactividad 
interoperabilidad analítica predictiva e inteligencia, realizar nuevos acuerdos con 
convenios con otras entidades para acceso de información, apoyo de la alta dirección 
en la gestión de cambios o acuerdos interinstitucionales, mayor asignación 
presupuestal. 
Dichos resultados han sido confirmados mediante un estudio desarrollado por 
Ruiz (2015), donde concluyó que la interoperabilidad mejora cuando las entidades 
cual sea su tipo emplean un mismo vocabulario. Asimismo, Gerónimo (2015) 
mencionó que la interoperabilidad no es un fin sino es un canal para que los 
gobiernos mejores sus operaciones por el cual en el Perú es necesario un entorno 
político y regulatorio, con infraestructura de banda de ancha, tecnología y red de 
interconexiones y un mayor impacto económico que favorezca la interoperabilidad. 
Por otro lado, Mejía (2018) señaló que la interoperabilidad está en un punto 
crítico debido al aislamiento operativo de las instituciones del estado, la falta de 
formulaciones y propuestas políticas en materia de informática, la falta de 
intercambio de datos entre la RENIEC, MINSA y CONADIS, el cual ocasiona 
ineficiencias de políticas inclusivas, la falta de aplicaciones de políticas exitosas en 
materia de gobierno electrónico, la desigualdad y falta de presupuesto entre las 
instituciones del estado, por lo que considera necesario establecer mayores 
presupuestos en cuanto a tecnologías a las instituciones del estado, así como hacer 














Primera:    Respecto al objetivo general del estudio de investigación “Determinar el 
ecosistema posibilitante de una efectiva transformación digital en la 
Contraloría General de la República, 2020”, se concluye que la madurez 
digital del ecosistema de la transformación digital de la CGR respecto a 
la Gestión del Cambio, Infraestructura Digital, Servicios Digitales, e 
Interoperabilidad, es “ENCAMINADA”, en tanto que, respecto a la 
Seguridad Digital, es “INCIPIENTE”. 
 
Segunda:  Respecto al objetivo específico 1 “Determinar el ecosistema posibilitante 
de una efectiva transformación digital respecto a la Gestión del Cambio 
en la Contraloría General de la República, 2020”, se concluye que las 
barreras que imposibilitan una efectiva transformación digital, son: la 
falta de planificación y capacidad para innovar, la falta de difusión de 
cambios normativa y procedimientos, la resistencia y/o rechazo al 
cambio, la falta de competencias digitales del personal en general y, la 
falta de presupuesto; en tanto que, los factores posibilitantes para una 
efectiva transformación digital, son: capacitación, concientización e 
inclusión a todo el personal en el uso de las TICs, promoción y difusión 
del beneficio de la transformación digital, promover la cultura de 
innovación y cambio informático en la institución, cambiar y/o actualizar 
las políticas e instrumentos de gestión informática, compromiso de la alta 
dirección en promover la gestión de cambio, interconexión (internet) 
entre trabajadores ciudadanos y entidades, y, aprobar e implementar el 
plan de gobierno digital. 
 
Tercera:     Respecto al objetivo específico 2 “Determinar el ecosistema posibilitante 
para una efectiva transformación digital respecto a seguridad digital en 
la Contraloría General de la República, 2020”, se concluye que las 
barreras que imposibilitan una efectiva transformación digital son: la falta 
de capacitación y actualización continua de personal informático en 
seguridad digital, la falta de la implementación de las normas ISO 
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12270,17999 y 27001, la falta de compromiso por parte de la alta 
dirección, recursos limitados por innovar en seguridad digital; en tanto 
que, los factores posibilitantes para una efectiva transformación digital  
son: fomentar una cultura de cambio respecto a las competencias en 
seguridad digital, constante capacitación y actualización del personal 
informático en seguridad digital, mayor asignación de recursos para 
innovar en la seguridad digital, contar con un mecanismo de seguridad y 
encriptación de archivos, compromiso por parte de la alta dirección y 
todo el personal respecto a la seguridad digital, e implementar las 
normas ISO 12207, 17999 y 27001 en la CGR. 
 
Cuarta:     Respecto al objetivo específico 3 “Determinar el ecosistema posibilitante 
para una efectiva transformación digital respecto a la infraestructura 
tecnológica en la Contraloría General de la República, 2020”, se concluye 
que las barreras que imposibilitan una efectiva transformación digital son: 
no cuenta con aplicativos y almacenamiento en la nube, falta de 
compromiso de la alta dirección, recursos limitados, centro de datos de 
contingencia con la estructura básica y/o inadecuada, falta de inversión 
en infraestructura, inadecuada ubicación geográfica entre el centro de 
datos principal y de contingencia; en tanto que, los factores posibilitantes 
para una efectiva transformación digital son: renovar la infraestructura de 
almacenamiento de datos, asignación de mayores recursos, diagnóstico 
de la actual infraestructura tecnológica, adoptar algún tipo de servicio de 
cloud computing, ubicación estratégica entre el centro de datos principal 
y de contingencia, mejorar y/o implementar el equipamiento del centro de 
datos de contingencia, mayor compromiso de la alta dirección en 
implementar la infraestructura digital, y adoptar medidas que garanticen la 
continuidad de los procesos ante algún incidente en el centro de datos 
principal. 
 
Quinta:   Respecto al objetivo específico 4 “Determinar el ecosistema posibilitante 
para una efectiva transformación digital respecto a los servicios digitales 
en la Contraloría General de la República, 2020”, se concluye que las 
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barreras que imposibilitan una efectiva transformación son: falta promover 
y concientizar la cultura de cambio digital en el cliente interno, resistencia 
al cambio por parte del personal, falta de capacitación al personal; en tanto 
que, los factores posibilitantes para una efectiva transformación digital 
son: sensibilizar a las áreas principales en la difusión y uso a los servicios 
digitales, promover una cultura de cambio en el uso de servicios digitales, 
promover la capacitación permanente en el uso de los servicios digitales, 
y, compromiso y respaldo de la alta dirección en mejora continua de los 
servicios digitales propios. 
 
Sexta:      Respecto al objetivo específico 5 “Determinar el ecosistema posibilitante 
para una efectiva transformación digital respecto a la interoperabilidad en 
la Contraloría General de la República, 2020”, se concluye que las 
barreras que imposibilitan una efectiva transformación digital son: limitada 
interoperabilidad tecnología a grandes volúmenes de datos, la falta de 
compromiso y estrategias para realizar nuevos convenios, demora en la 
respuesta de la PIDE, recursos limitados, sistemas informáticos no 
compatibles con otras entidades; en tanto que, los factores posibilitantes 
para una efectiva transformación digital son: implementar sistemas 
informáticos compatibles con otras entidades, implementar sistemas de 
interoperabilidad analítica predictiva e inteligencia, realizar nuevos 
acuerdos con convenios con otras entidades para acceso de información, 
apoyo de la alta dirección en la gestión de cambios o acuerdos 














Se recomienda a la Gerencia de Tecnología de la Información de la Contraloría 
General de la República impulsar la implementación de las siguientes variables de 
transformación digital: 
 
Primero.  En relación a la variable Gestión del Cambio para una efectiva 
transformación digital, se recomienda realizar capacitación, 
concientización e inclusión a todo el personal en el uso de las TICs y la 
transformación digital, promover la cultura de innovación y cambio 
informático en la institución, cambiar y/o actualizar las políticas e 
instrumentos de gestión informática, mayor compromiso de la alta 
dirección en promover la gestión de cambio, mejorar los canales 
digitales, y aprobar e implementar el plan de gobierno digital. 
 
Segundo. En relación a la variable Seguridad Digital para una efectiva 
transformación digital, se recomienda  fomentar una cultura de cambio 
respecto a las competencias en seguridad digital, realizar constante 
capacitación y actualización del personal informático en seguridad 
digital, mayor asignación de recursos para innovar en la seguridad 
digital, contar con un mecanismo de seguridad y encriptación de 
archivos, mayor compromiso por parte de la alta dirección y todo el 
personal respecto a la seguridad digital, e implementar las normas ISO 
12207, 17999 y 27001 en la CGR. 
 
Tercero.      En relación a la variable Infraestructura Tecnológica para una efectiva 
transformación digital, se recomienda renovar la infraestructura de 
almacenamiento de datos, mayor asignación de recursos, realizar un 
diagnóstico de la actual infraestructura tecnológica, adoptar algún tipo 
de servicio de cloud computing, cambiar la ubicación entre el centro de 
datos principal y de contingencia tomando en cuenta las normas técnicas 
peruanas vigentes, mejorar y/o implementar el equipamiento del centro 
de datos de contingencia, mayor compromiso de la alta dirección en 
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implementar la infraestructura digital, adoptar medidas que garanticen la 
continuidad de los procesos ante algún incidente en el centro de datos 
principal. 
 
Cuarto.  En relación a la variable Servicios Digitales para una efectiva transformación 
digital, se recomienda sensibilizar y capacitar a las áreas principales en la 
difusión y uso de los servicios digitales, promover una cultura de cambio 
en el uso de servicios digitales, mayor compromiso y respaldo de la alta 
dirección en mejora continua de los servicios digitales propios. 
 
Quinto. En relación a la variable Interoperabilidad para una efectiva transformación 
digital, se recomienda implementar sistemas informáticos compatibles con 
otras entidades, implementar sistemas de interoperabilidad analítica 
predictiva e inteligencia, realizar nuevos acuerdos con convenios con 
otras entidades para acceso de información, mayor apoyo de la alta 
dirección en la gestión de cambios o acuerdos interinstitucionales, y 
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ANEXO 1:  Matriz de Consistencia 
 
PROBLEMAS OBJETIVOS MARCO TEÓRICO VARIABLE









PROBLEMA GENERAL:   OBJETIVO GENERAL:   Antecedentes:
¿Cómo se da el proceso para la transformación
digital en la Contraloría General de la
República, 2020?
Determinar el ecosistema posibilitante de una
efectiva transformación digital en la Contraloría
General de la Republica, 2020
PROBLEMAS ESPECÍFICOS:  OBJETIVOS ESPECÍFICOS:
¿Cómo se da el proceso para una efectiva
transformación digital relacionada a la Gestion
del Cambio en la Contraloría General de la
República, 2020?
Determinar el ecosistema posibilitante para una
efectiva transformación digital respecto a la
Gestion del Cambio en la Contraloría General de
la República, 2020
¿Cómo se da el proceso para una efectiva
transformación digital relacionada a la
seguridad digital en la Contraloría General de la
República, 2020?
Determinar el ecosistema posibilitante para una
efectiva transformación digital respecto a
seguridad digital en la Contraloría General de la
República, 2020
¿Cómo se da el proceso para una efectiva
transformación digital relacionada a la
infraestructura tecnologica en la Contraloría
General de la República, 2020?
Determinar el ecosistema posibilitante para un
efectiva transformación digital respecto a la
infraestructura tecnologica del personalen la
Contraloría General de la República, 2020
¿Cómo se da el proceso para una efectiva
transformación digital relacionada a los
servicios digitales en la Contraloría General de
la República, 2020?
Determinar el ecosistema posibilitante para una
efectiva transformacion digital respecto a los
servicios digitales en la Contraloría General de la 
República, 2020
¿Cómo se da el proceso para una efectiva
transformación digital relacionada a la
interoperabilidad en la Contraloría General de la
República, 2020?
Determinar el ecosistema posibilitante para una
efectiva transformación digital respecto a la






















TIPO:       
Investigación 






Analisis Documental   
Entrevistas abiertas   









llevó a cabo un 
ánalisis de
factorización 
mediante un el 
programa para 
análisis de datos 
cualitativos Atlas 
Ti
Montero (2016) concluyó que, la 
ejecución de la implementación 
de arquitectura y virtualización 
de servidores físicos a virtuales 
como propuesta del trabajo de 
investigación en la Municipalidad 
Metropolitana de Lima, ha 
contribuido a optimizar los 
procesos en sus diversos 
sistemas informáticos (p. 66-
70). 
Aspectos conceptuales 
                                                        
Gestion de Cambio                   
(Martínez, 2018, párrafo 1)                                     
Transformación digita l 
(Monsalve, 2017,  diapositiva7)           
Seguridad Digital  (Thompson, 
2016, párrafo 2).
Infraestructura Tecnologica  
(Decreto legislativo n.° 1412 de 
2018).
Servicios digitales (Decreto 
legislativo n.° 1412 de 2018) 
Interoperabilidad (Decreto 
legislativo n.° 1412 de 2018)  
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Esta referida a cómo la institución públlica gestiona la técnología y sus
aplicaciones en la organización a través de las comptencia digital de
sus trabajadores en el conocimiento y uso de las TIC, la interconexión
entre los trabajadores, ciudadanos y entidades, asi como en la cultura
de innovación en digitalizar los procesos, información y servicios.
ENTREVISTA: 1,2,3,4,5,6,7,8,9,10,11,13   
ENRIAP : 33.01, 33.02,35.01-
35.03,36.01-36.03,37.01,37.02.01,38.01-
38.08,39,39.01,39.02, todo la 41
Ordinal
Seguridad digital
Esta referida al estado de confianza en el entorno digital que la
institución pública ha alcanzado como resultado de la gestión y
aplicación de medidas proactivas y reactivas para preservar la
disponibilidad, confidencialidad e integridad de la información que
gestiona, así como, los procesos que garanticen acciones y medidas
apropiadas frente a posibles riesgos en el entorno digital.
ENTREVISTA: 1,2,3,4,5,6,7,8,9,10,11,13 





Es el conjunto de elementos para el almacenamiento de los datos,
conformado por el hardware, el software y los diferentes servicios
necesarios para optimizar la gestión interna y seguridad de
información de la Entidad, cuyas capacidades deben ser suficientes
para asegurar la flexibilidad, escalabilidad e interoperabilidad de las
soluciones o servicios públicos que se desarrollen sobre ella.
ENTREVISTA: 1,2,3,4,5,6,7,8,9,10,11,13 
ENRIAP : 10, 11.03, 12.01, 12.02, 12.03, 
18.04.03, 18.04.04, 22.04, 22.07, 27.02-
27.05, 28.02, 29.01, 30-01, 31.02, 
31.03,31.04, 32.02,34.01.01-
34.01.03,34.02,34.04,34.05-
34.08,37.02.01-37.02.05, todo el 37.03, 
toda la 44, todo 54, 60.03
Ordinal
Servicios digitales
Son aquellos servicios provistos a través de Internet u otra red
equivalente, se caracterizan por utilizar de manera intensiva las
tecnologías digitales aplicando estándares o mecanismos de
accesibilidad, usabilidad, seguridad digital u otros, pudiendo estar a
disposición de los ciudadanos o administrados a través de canales
digitales como dispositivos móviles, páginas web, equipos portáliles u
otros, sin perjuicio que dichos servicios puedan prestarse de manera
presencial. 
ENTREVISTA: 1,2,3,4,5,6,7,8            
ENRIAP : 27.01. 28.01, 31.01, 32.01, 




Es la capacidad de interactuar que tienen las organizaciones diversas
y dispares para alcanzar objetivos que hayan acordado conjuntamente,
recurriendo a la puesta en común de información y conocimientos, a
través de los procesos y el intercambio de datos entre sus respectivos
sistemas de información
ENTREVISTA: 1,2,3,4,5,6,7,8,9         
ENRIAP : todo 55, todo 56, todo 57, 
todo 58, todo , todo 62
Ordinal
Consiste en conseguir 
ensamblar las 
capacidades 
tecnologicas , metodos 
agiles y 
revolucionarios 
acompañado de un 
compromiso
de adaptacion al 
cambio por parte del 
ciudadano o trabajador 





tecnologia y  una 
adecuada seguridad 
digital  por parte de la 
entidades dando una 
aventura 
extraordinaria y propia 
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Sección 1 de 6 
 
 
VARIABLE: TRANSFORMACIÓN DIGITAL EN LA CGR 
 
El trabajo de investigación tiene como objetivo general determinar el ecosistema posibilitante de una eficiente transformación 
digital en la Contraloría General de la República, para cuyo análisis, la variable "Transformación digital en la CGR" se ha 
estructurado en las categorías: "Gestión del cambio", "Seguridad Digital", "Infraestructura tecnológica", "Servicios digitales", e 
"Interoperabilidad". Al respecto, a continuación, se presenta el formulario de preguntas correspondiente a cada categoría, los 
cuales agradeceré responder con la objetividad del caso. Agradezco anticipadamente su amable colaboración y expreso mi 
















Cargo que ocupa*  
 
 
CATEGORÍA: GESTIÓN DEL CAMBIO 
 
Esta referida a cómo la institución pública gestiona la tecnología y sus aplicaciones en su organización a través de las 
competencias digitales de sus trabajadores en el conocimiento y uso de las TIC, la interconexión entre los trabajadores, 





1. ¿Qué entiende usted por transformación digital? 
 
2. ¿Considera usted que es importante implementar la transformación digital en la CGR? ¿Por qué? 
 
3. ¿La CGR cuenta con el Plan de gobierno digital en el marco de la Ley de Gobierno Digital aprobado con Decreto legislativo 
N° 1412-2018-PCM? De ser afirmativa su respuesta indique el documento de aprobación. De no ser afirmativa su respuesta, 
indique los motivos del no  
 
4. ¿La CGR ha cumplido con el registro de la Encuesta Nacional de Recursos Informáticos (ENRIAP) del periodo 2018, 2019 y 
2020? Sustente su respuesta. 
 
5. ¿Qué cree usted, que se debería mejorar para que se ejecute con éxito el proyecto y/o plan de transformación digital en la 
CGR? 
 
6. ¿Cree usted, que, para lograr una eficiente transformación digital en la gestión del cambio, sea necesario que todo el personal 




7. ¿Cree usted que es importante implementar la interconexión (internet) entre trabajadores, ciudadanos y entidades? ¿Por 
qué? 
 
8. ¿Cree usted, que la CGR viene incrementando sistemáticamente una cultura de innovación con nuevas tecnologías y 
aplicaciones que agilicen las labores internas y servicios internos? ¿Por qué?  
 
9. ¿Considera usted, que se debería cambiar y/o actualizar las políticas e instrumentos de gestión informática (directivas, 
planes, manuales, y otros) con las que cuenta la CGR en la actualidad? ¿Por qué? 
 
10. ¿Cuáles cree usted, son las competencias digitales, interconexión, y cultura de innovación, más relevantes que la CGR ha 
implementado, incorporado, o actualizado en el periodo 2020? 
 
11. ¿Cuáles cree usted, que son las principales barreras que imposibilitan lograr una eficiente transformación digital en relación 
a la gestión del cambio en la CGR? 
 
12. ¿Cuál cree usted, que es el porcentaje de madurez digital alcanzado por la CGR en relación a la gestión del cambio 
(competencia digital del personal, interconexión, y cultura de innovación)? 
Considere para su respuesta la siguiente escala: Avanzada = mayor a 81%, Encaminada= Entre 51% - 80%, Incipiente = Menor 
a 50%  
 
 
13. Comentarios adicionales respecto a la gestión del cambio (competencia digital del personal, interconexión, y cultura de 
innovación) en la CGR 
 
 
CATEGORÍA: SEGURIDAD DIGITAL  
 
Esta referida al estado de confianza en el entorno digital que la institución pública ha alcanzado como resultado de la gestión y 
aplicación de medidas proactivas y reactivas para preservar la disponibilidad, confidencialidad e integridad de la información que 




1. ¿Considera usted, que es importante implementar las normas ISO 12207, 17999 y 27001 en la CGR? ¿Por qué? 
 
2. ¿En qué porcentaje de avance cree usted, que se encuentra la implementación de las normas ISO 12207, 17999 y 27001 en 
la CGR? Precise su respuesta para cada una de ellas. 
 
3. ¿Cuáles cree usted, son las tecnologías más importantes con las que cuenta la CGR para preservar la confidencialidad, 
integridad y disponibilidad de la información contenida en el entorno digital? ¿Por qué? 
 
4. ¿Cuáles cree usted, son las políticas y controles más importantes con las que cuenta la CGR para preservar la 
confidencialidad, integridad y disponibilidad de la información contenida en el entorno digital? ¿Por qué? 
 
5. ¿En los periodos 2019 y 2020, con que periodicidad cree usted, que la CGR ha realizado programas de capacitación y 
sensibilización relacionados a la preservación, confidencialidad, integridad y disponibilidad de información en el entorno digital? 
¿Estuvo dirigido para todos los trabajadores en general o sólo para personal informático? 
 
6. ¿Cuáles cree usted, son las tecnologías, políticas y controles, más relevantes que la CGR ha 
implementadoincorporadooactualizadoenlaseguridaddigitalenelperiodo2020? 
 
7. ¿Según su apreciación profesional, ¿cuáles cree que fueron los incidentes informáticos más resaltantes y frecuentes 
ocurridos en la CGR durante el periodo 2020? ¿Qué acciones o medidas se tomaron ante ello? 
 
8. ¿Tiene conocimiento si la CGR cuenta con mecanismos de seguridad de encriptación de archivos? ¿Considera que es 
necesario para mejorar la seguridad digital en la CGR? ¿Por qué? 
 
9. ¿Tiene conocimiento si la CGR cuenta con un comité de seguridad de la información a nivel de alta dirección? ¿Considera 
que es necesario para mejorar la seguridad digital en la CGR? ¿Por qué? 
 
10. ¿Cuáles cree usted, son las principales barreras que imposibilitan lograr una efectiva transformación digital relacionada a la 





11. ¿Según su experiencia profesional, ¿cuáles cree usted serían los factores que inciden en una efectiva transformación digital 
relacionada a la seguridad digital en la CGR? 
 
12. ¿Cuál cree usted, que es el porcentaje de madurez digital alcanzado por la CGR en relación a seguridad digital? Considere 
para su respuesta la siguiente escala: Avanzada = mayor a 81%, Encaminada= Entre 51% - 80%, Incipiente = Menor a 50% 
 
 
13. Comentarios adicionales respecto a la seguridad digital en la CGR 
Después de la sección 3 
Ir a la siguiente sección 
 




CATEGORÍA: INSFRAESTRUCTURA TECNOLÓGICA 
 
Es el conjunto de elementos para el almacenamiento de los datos, conformado por el hardware, el software y los diferentes 
servicios necesarios para optimizar la gestión interna y seguridad de información de la Entidad, cuyas capacidades deben ser 
suficientes para asegurar la flexibilidad, escalabilidad e interoperabilidad de las soluciones o servicios públicos que se 




1. ¿Considera usted, que los sistemas, aplicativos y plataformas informáticas de gestión administrativa con los que cuenta la 
CGR permiten agilizar los procesos internos? ¿Con que porcentaje (¿1-100%) de avance calificaría su eficiencia? 
 
2. ¿Considera usted que la infraestructura tecnológica de la CGR cumple con asegurar la flexibilidad, escalabilidad e 




3. Cuáles cree usted, son las mejoras que la CGR ha implementado, incorporado o actualizado en la infraestructura tecnológica 
relacionada a la seguridad y redes de transmisión de datos en el periodo 2020? 
 
 
4. ¿Considera usted, que se debería adoptar algún tipo de servicio de cloud computing (servicio en la nube) en algunos de las 
aplicaciones de la CGR? ¿Por qué? 
 
5. ¿En los periodos 2019 y 2020, con qué frecuencia cree usted que se han realizado mantenimiento a los servidores, equipos 
de almacenamiento, y equipos de comunicaciones? 
 
6. ¿Qué mejoras cree usted, se debería implementar en la infraestructura tecnológica del centro de datos principal para lograr 
una efectiva transformación digital en la CGR? 
 
7. ¿Cree usted, que el centro de datos de contingencia cuenta con la infraestructura tecnológica necesaria que garantice la 
continuidad de los procesos ante algún incidente en el centro de datos principal? ¿Por qué? 
 
8. ¿Considera usted, que el centro de datos principal y contingencia se encuentran ubicados en un lugar estratégico? ¿Por qué? 
 
9. ¿Qué mejoras cree usted, se debería incorporar en el procedimiento para almacenamiento de datos en los aplicativos y 
sistemas informáticos de la CGR? ¿Por qué? 
 
10. ¿Cuáles cree usted, que son las principales barreras que imposibilitan lograr una efectiva transformación digital relacionada 
a la infraestructura tecnológica en la CGR?  
 
11. ¿Según su experiencia profesional, ¿cuáles cree usted serían los factores que inciden en una efectiva transformación digital 
relacionada a infraestructura tecnológica en la CGR? ¿Por qué? 
 
12. ¿Cuál cree usted, que es el porcentaje de madurez digital alcanzado por la CGR en relación a la infraestructura tecnológica? 





13. Comentarios adicionales respecto a la infraestructura tecnológica en la CGR 
 
Después de la sección 4 
Ir a la siguiente sección 
 







CATEGORÍA: SERVICIOS DIGITALES 
 
 
Son aquellos servicios provistos a través de Internet u otra red equivalente, se caracterizan por utilizar de manera intensiva las 
tecnologías digitales aplicando estándares o mecanismos de accesibilidad, usabilidad, seguridad digital u otros, pudiendo estar 
a disposición de los ciudadanos o administrados a través de canales digitales como dispositivos móviles, páginas web, equipos 





1. Cuáles cree usted, son los servicios digitales más relevantes que la CGR ha implementado, incorporado o actualizado en el 
periodo 2020? ¿Por qué? 
 
2. ¿Cree usted, que en el periodo 2020, la CGR ha mejorado o incorporado nuevos mecanismos de accesibilidad, usabilidad, y 
seguridad digital para el servicio de mesa de ayuda? ¿Por qué? 
 
3. ¿Cree usted, que en el periodo 2020, la CGR ha mejorado o incorporado nuevos mecanismos de accesibilidad, usabilidad, y 




4. ¿Tiene conocimiento si la CGR viene implementando el Modelo de Gestión Documental - MGD en el marco de lo dispuesto 
en la R.S. 001-2017-PCM/SEGDI? 
 
5. ¿Cuáles cree usted, que son las principales barreras que imposibilitan lograr una efectiva transformación digital relacionada a 
los servicios digitales en la CGR?  
 
6. ¿Según su experiencia profesional, ¿cuáles cree usted serían los factores que inciden en una efectiva transformación digital 
relacionada a los servicios digitales en la CGR?  
 
7. ¿Cuál cree usted, que es el porcentaje de madurez digital alcanzado por la CGR en relación a los servicios digitales? 
Considere para su respuesta la siguiente escala: Avanzada = mayor a 81%, Encaminada= Entre 51% - 80%, Incipiente = Menor 
a 50% 
 
8. Comentarios adicionales respecto a los servicios digitales en la CGR. 
Después de la sección 5 
Ir a la siguiente sección 
 




Es la capacidad de interactuar que tienen las organizaciones diversas y dispares para alcanzar objetivos que hayan acordado 
conjuntamente, recurriendo a la puesta en común de información y conocimientos, a través de los procesos y el intercambio de 
datos entre sus respectivos sistemas de información  
 
 
1. ¿Tiene conocimiento si la CGR, utiliza Web Services consumidor de la PIDE? ¿Considera que es necesario o importante su 




2. ¿Tiene conocimiento si la CGR, pública o expone Web Service en la PIDE u otras plataformas? ¿Considera necesario o 
importante su uso para la transformación digital en la CGR? ¿Por qué? 
 
3. ¿Cuáles cree usted, son las entidades con las que más interopera la CGR? 
 
4. ¿Tiene conocimiento si la CGR ha desarrollado nuevos enlaces de comunicación con otras entidades en el periodo 2020? 
Mencione aquellas que considera más relevante o de mayor  
 
5. ¿Tiene conocimiento si la CGR se ha proyectado desarrollar nuevos enlaces de comunicación con otras entidades públicas y 
privadas? Mencione aquellas que considera más relevante 
 
6. ¿Cuáles cree usted, que son las principales barreras que imposibilitan lograr una efectiva transformación digital en relación a 
la interoperatividad en la CGR?  
 
7. ¿Según su experiencia profesional en la CGR, ¿cuáles cree usted serían los factores que inciden en una efectiva 
transformación digital relacionada a la interoperatividad en la CGR? ¿Por qué? 
 
8. ¿Cuál cree usted, que es el porcentaje de madurez digital alcanzado por la CGR en relación a la interoperatividad? Considere 
para su respuesta la siguiente escala: Avanzada = mayor a 81%, Encaminada= Entre 51% - 80%, Incipiente = Menor a 50% 
 








































































ANEXO 7: RECOLECCION DE DATOS DEL ENRIAP 
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