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1. Resumen
Los avances de las tecnologías de la in­
formación y de la comunicación requieren 
que las organizaciones se adapten al con­
texto. Esta tarea implica la construcción de 
nuevos sistemas y el ajuste de otros pre­
existentes para que los procesos se lleven 
a cabo de manera eficiente y confiable. La 
primer tarea se debe llevar a cabo siguien­
do pasos bien definidos con el propósito de 
desarrollar software de calidad y seguro. La 
segunda implica la utilización de métodos 
y técnicas de mantenimiento y migración 
sofisticadas que permitan transformar un 
sistema que utiliza tecnología antigua en 
otro que usa tecnología de punta y que a su 
vez mantenga / mejore los requisitos de cali­
dad y seguridad. Dicha tarea es extremada­
mente complicada porque no solo necesita 
de un conocimiento acabado de estrategias 
de mantenimiento, de conceptos de calidad 
y de seguridad sino que también exige entre­
lazar creativamente los saberes para elabo­
rar estrategias eficientes y robustas de for­
ma tal que las organizaciones puedan uti­
lizar sus sistemas lo antes posible. En este 
artículo se describe un proyecto de investi­
gación de reciente creación cuyo principal 
objetivo es el desarrollo de estrategias de 
mantenimiento y migración de sistemas de 
software que transformen sistemas que usan 
tecnología obsoleta en otros que empelan 
tecnología de punta y hacen uso de la nube 
preservando / mejorando las características 
de calidad y seguridad.
2. Contexto
El presente proyecto de investigación ha 
sido presentado para su evaluación en la 
categoría Proyectos de Investigación Con­
solidados (PROICO) en la Universidad Na­
cional de San Luis y se espera que su eje­
cución comience durante el período 2020- 
2023. El mismo es la continuación de otro 
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proyecto consolidado denominado “Inge­
niería de Software: Conceptos, Prácticas y 
Herramientas para el desarrollo de Soft­
ware con Calidad ” - Facultad de Ciencias 
Físico- Matemáticas y Naturales, Universi­
dad Nacional de San Luis. Proyecto NRO. 
P-031516. Es importante mencionar que el 
proyecto antes mencionado ha tenido muy 
buen impacto a nivel nacional e interna­
cional lo cual se refleja en la producción 
realizada y en los vínculos establecidos con 
diferentes universidades de nivel nacional e 
internacional.
3. Introducción
El software es una de las componentes 
fundamentales para la adaptación de los 
sistemas a los nuevos requerimientos que 
demandan los progresos tecnológicos como 
así también para todos aquellos produc­
tos que tienen como base a las computa­
doras. El paso del tiempo y el advenimien­
to de grandes cambios científicos-tecnológi­
cos han conducido a que el software haya 
dejado de ser una herramienta de asisten­
cia a los usuarios y a las organizaciones 
para convertirse en una industria pujante y 
vanguardista, y por lo tanto adolece, como 
cualquier otra industria, de problemas para 
desarrollar productos de alta calidad, den­
tro de los márgenes de tiempo apropiados 
y con los costos indicados. Si bien muchas 
de las tareas complejas del proceso de desa­
rrollo han sido estudiadas con el propósito 
de mejorar las formas de llevarlas a cabo y 
de hecho se han logrado muchos avances en 
el área (basta con observar la gran evolu­
ción que han experimentado los diferentes 
enfoques para el desarrollo de software), 
los dominios de aplicación siguen ofrecien­
do problemáticas que aún demandan la rea­
lización de investigaciones que subsanen fa­
lencias o bien propongan soluciones a pro­
blemas no abordados o escasamente estu­
diados. Tenga presente que la gran mayoría 
de los sistemas son web o han sido desa­
rrollados para operar en la nube y que por 
lo general hacen un fuerte uso de almace­
namiento que se encuentra en lugares re­
motos [3, 9, 11]. En este contexto, la tarea 
de desarrollo, mantenimiento y migración 
de sistemas de software presentan proble­
mas que requieren de estudios concienzu­
dos para que se puedan elaborar las solu­
ciones correspondientes [7, 6, 8]. Uno de 
tales inconvenientes es: Llevar adelante ta­
reas de mantenimiento de los sistemas de 
software que ejecutan (o hacen uso) de la 
nube preservando y/o mejorando la cali- 
dad/seguridad de los mismos [11, 10, 14], 
Está demás de decir que un problema simi­
lar se puede enunciar para el caso de la mi­
gración de sistemas de software [13, 10, 1]. 
Dado la relevancia y lo desafiante de la 
temática en este proyecto se pretende in­
vestigar: El desarrollo de métodos, técni­
cas y herramientas de mantenimiento y mi­
gración de sistemas de software que ejecu­
tan en la nube preservando/mejorando la 
calidad y seguridad de los mismos.
4. Líneas de Investi­
gación y Desrrollo
El proyecto de investigación brevemente 
presentado en este artículo consta de dos 
líneas de investigación las cuales se des­
criben a continuación:
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Desarrollo de Estrategias de Man­
tenimiento que Preserven la Calidad y 
Seguridad los Sistemas de Software que 
Ejecutan en la Nube: Esta línea de in­
vestigación se encarga del estudio de los 
procesos de mantenimiento de software 
orientados a preservar / mejorar la calidad 
y seguridad de los sistemas. Para llevar 
adelante esta actividad los estudios se cen­
trarán en el análisis de las principales fallas 
en la calidad y seguridad de los sistemas 
de software tradicionales y de aquellos que 
ejecutan en la nube. Una vez que se hayan 
descrito los inconvenientes antes menciona­
dos se construirán diferentes herramientas 
que permitan identiñcar y visualizar las 
fallas en la calidad y seguridad [15, 12], 
Esto le permitirá al ingeniero comprender 
la causa de la falla y seleccionar la estrate­
gia adecuada para subsanarla para lo cual 
se tendrá que desarrollar herramientas de 
re-ingeniería que contribuyan a facilitar el 
proceso. Las herramientas desarrolladas 
serán utilizadas para analizar sistemas de 
software de importante envergadura y que 
sean utilizado por las organizaciones o 
bien por la comunidad científica [4, 5, 2], 
A partir de la experiencia adquirida en 
el uso de las herramientas se elaborarán 
mejoras a los procesos de mantenimiento 
utilizados con el fin de producir otra 
contribución en el campo de la Ingeniería 
de Software. Es importante mencionar 
que el sistema producto del proceso de 
mantenimiento también será sometido a 
pruebas de chequeo de calidad y seguridad 
con el fin de poder analizar las bondades 
de los enfoques propuestos por el equipo de 
investigación.
Desarrollo de Métodos Estrategias y 
Herramientas de Migración Preventivo de 
Sistemas de Software que Ejecutan en la 
Nube: En esta línea de investigación se pro­
cederá utilizando una enfoque similar al uti­
lizado para las tareas de mantenimiento, es 
decir habrá una etapa en donde se realicen 
estudios sistemáticos de la literatura que 
describan los principales problemas por los 
que atraviesa el proceso de migración de sis­
temas de software y también se analizarán 
herramientas y enfoques existentes para mi­
grar software convencional a otro que se eje­
cute o utilice la nube [9, 11]. A partir de esos 
estudios se desarrollarán herramientas de 
inspección, comprensión, re-ingeniería des­
de la óptica de las actividades de migración 
es decir están orientadas no solo a com­
prender el sistema y detectar fallas de ca­
lidad y seguridad sino también a identificar 
las partes del sistema que pueden provocar 
problemas de migración. También se consi­
derarán la elaboración de herramientas que 
aborden aspectos de la migración de soft­
ware vinculadas con el cambio de sistemas 
operativos, base de datos, ambientes, en­
tre otras tantas posibilidades. Claramente, 
las herramientas desarrolladas tienen que 
poder analizar software de gran tamaño y 
que se use en la vida cotidiana.
5. Resultados Obtenidos 
/ Esperados
Es importante destacar que el proyecto 
descrito comenzará su ejecución durante el 
año 2020. No obstante, los resultados con 
los que se cuentan actualmente consisten de 
un amplio estado del arte sobre temáticas 
de seguridad y calidad, varios proyectos fi­
nales integradores que abordan la temática 
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de seguridad, como así también varias tesis 
de maestría que hacen lo mismo con la 
temática de calidad. En cuanto a las tesis 
doctorales es posible decir que se ha fina­
lizado una que describe métodos y estrate­
gias para comprender sistemas de software 
y también otras se encuentran en desarro­
llo en donde el foco de estudio es calidad y 
seguridad.
Respecto de los resultados esperados para 
la ejecución de este proyecto los mismos se 
encuentran enmarcados varios ejes para los 
cuales en los párrafos siguientes se hace un 
listado no exhaustivo de contribuciones que 
se espera la ejecución del proyecto.
Eje: Contribución al avance del
conocimiento científico y / o tecnológico:
a) Mantenimiento de Software: i) Desa­
rrollo de diferentes estrategias de análisis 
de programas que tengan como objetivo 
identificar diferentes problemas de mante­
nimiento (perfectivo, adaptativo, correcti­
vo, etc.); ii) Desarrollo de técnicas de trans­
formación de código que faciliten las sub­
sanar los problemas de mantenimiento; iii) 
Etc; b) Migración de Software: i) Elabo­
ración de procesos de migración que pre­
serven la calidad / seguridad del sistema 
migrado; ii) Detección de introducción de 
problemas de calidad y vulnerabilidades en 
el sistema migrado; iii) Migración de sis­
temas legado; iv) Etc;
c) Calidad de Sistemas de Software: i) Es­
pecificación de fallas en la calidad de los sis­
temas de software que ejecutan en la nube;
ii) Elaboración de técnicas de re-ingeniería 
que subsanen problemas de calidad de los 
sistemas de software ejecutan en la nube;
iii) Etc;
d) Seguridad Informática: i) Especifi­
cación de las vulnerabilidades de los sis­
temas de software que ejecutan en la nube;
ii) Elaboración de técnicas de re-ingeniería 
que subsanen las vulnerabilidades de los sis­
temas de software que ejecutan en la nube.
iii) Etc.
Eje: Contribución a la formación de 
RRHH: i) La elaboración de tesis doc­
torales, maestría, licenciatura, proyectos 
finales integradores de ingeniería en las 
temáticas investigadas en el proyecto; ii) 
La introducción de becarios para desarrollar 
tesis en diferentes niveles académicos y pa­
santes para apoyar las tareas que requie­
ran las tesis de diferentes niveles académi­
cos; iii) La realización de publicaciones en 
conferencias y revistas nacionales e interna­
cionales; iv) Etc.
Eje: Contribución al desarrollo socio 
económico: i) Transferencia de conocimien­
to y prácticas a organizaciones / insti­
tuciones educativas de la región / otras 
provincias / países sobre temas de mante­
nimiento y migración de sistemas de soft­
ware; ii) Transferencia de conocimiento y 
prácticas a organizaciones / instituciones 
educativas de la región / otras provincias 
/ países sobre temas de calidad y seguridad 
de sistemas de software; iii) Etc.
6. Formación de Recur­
sos Humanos
Los progresos obtenidos en este proyec­
to de investigación, tal como ha sucedido 
en los proyectos anteriores, servirán de base 
para el desarrollo de tesis de posgrado, ya 
sea de doctorado o maestrías en Ingeniería 
de Software y desarrollo de trabajos finales 
de las carreras Licenciatura en Ciencias de 
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la Computación, Ingeniería en Informática 
e Ingeniería en Computación de la Univer­
sidad Nacional de San Luis.
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