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Анотацiя
В роботi наведено архiтектуру корпоративної iнформацiйно-аналiтичної системи контент-монiторингу та агрегування
iнформацiї iз соцiальних медiа. На базi технологiї OSINT побудовано дiючий макет системи iз максимальним
застосуванням компонент вiдкритого доступу. Запропонованi сервiси контент-монiторингу i агрегування iнформацiї
iз соцiальних мереж мiстять сучаснi можливостi персоналiзацiї, надання доступу до баз даних в режимi он-лайн, у
тому числi з мобiльних пристроїв, для чого широко застосовуються можливостi форматiв RSS.
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Вступ
На цей час при пiдготовцi рiшень на багатьох рiв-
нях керування виникають питання урахування iн-
формацiї, що з’являється у соцiальних медiа. Зокре-
ма, вiдомо, що спецiальнi iнформацiйнi потоки є
компонентою iнформацiйної зброї, спрямованої на
реалiзацiю попередньо спланованих iнформацiйно-
психологiчних впливiв на аудиторiю для досягнення
заздалегiдь визначених цiлей [1]. Iнформацiя iз соцi-
альних мереж, з одного боку, мiстить багато «шуму»,
i навiть дезiнформацiї, а, з iншого боку, є самою
оперативною (повiдомлення в мережi Twitter у се-
редньому на 6 годин випереджують повiдомлення
на веб-сайтах). Спроби розробки технологiй агре-
гацiї iнформацiї iз соцiальних мереж здiйснюються
вже близько десятирiччя, але гальмуються великою
вартiстю вiдповiдних систем, обчислювальними тру-
днощами, особливо в разi потреби опису динамiки
даних великих обсягiв [2]. Звичайно, на цей час iснує
досить багато можливостей для добування iз соцi-
альних мереж i комп’ютерної обробки даних, що
дозволяє, з одного боку, готувати набори вхiдних
даних на пiдставi аналiзу результатiв дослiджень
iнформацiйного простору, а з iншого – вирiшувати
формалiзованi завдання з достатнiм ступенем точно-
стi i в допустимий час. Однак сьогоднi cервернi рiше-
ння у бiльшостi випадкiв не доступнi для придбання,
не iснує також бюджетних рiшень на основi OSINT
(Open-Source Intelligence) [3] для обробки iнформацiї
iз соцiальних мережах в межах корпорацiї.
На цей час залишається актуальним створення те-
хнологiчних засад та визначення iнструментальних
засобiв контент-монiторингу i агрегування iнформа-
цiї iз соцiальних мереж (Social Media Aggregation –
SMA) на базi технологiї OSINT, побудова дiючого
макету корпоративної iнформацiйно-аналiтичної си-
стеми агрегування iнформацiї iз соцiальних медiа на
основi монiторингу соцiальних мереж iз максималь-
ним застосуванням компонент вiдкритого доступу.
Новим рiшенням, що пропонується у цiй роботi для
розв’язання проблеми створення корпоративної си-
стеми контент-монiторингу i агрегування iнформацiї
iз соцiальних медiа, є архiтектура системи, до складу
яких входять лише загальнодоступнi компоненти iн-
формацiйного пошуку i агрегування iнформацiйних
потокiв, реалiзованi як програми з вiдкритим кодом.
При створеннi системи контент-монiторингу необ-
хiдно вирiшити низку задач:
1) Аналiз iснуючих пiдходiв до агрегацiї темати-
чних потокiв.
2) Запропонувати та обґрунтувати пiдходи до
побудови корпоративної системи контент-
монiторингу соцiальних мереж.
3) Створити комплекс iнструментальних засобiв
збирання iнформацiї iз соцiальних мереж з ви-
браних замовником питань.
4) Адаптувати сервернi додатки, що реалiзують
функцiї пошуку i аналiзу iнформацiї.
5) Адаптувати додатки користувачiв, що реалiзу-
ють персоналiзацiю iнформацiйного забезпечен-
ня.
1. Розв’язок поставлених задач
Сучаснi методи агрегування i контент-монiторингу
iнформацiї – це адаптацiя концепцiї глибинного
аналiзу текстiв (Text Mining) i класичних методiв
контент-аналiзу до умов формування i розвитку ди-
намiчних iнформацiйних масивiв, зокрема, потокiв
iнформацiї в мережi Iнтернет. Соцiальнi медiа явля-
ють собою сукупнiсть онлайн-сервiсiв та iнтернет-
додаткiв, якi дозволяють користувачам спiлкуватися
один з одним в тому числi, i в режимi реального часу.
Функцiонування систем, що розглядаються, мi-
стить такi кроки:
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1) знаходження релевантних загальнiй широкiй те-
матицi повiдомлень iз соцiальних мереж – фор-
мування iнформацiйного потоку iз тематичних
повiдомлень;
2) завантаження отриманого потоку у повнотекс-
товi бази даних;
3) налаштування iнформацiйно-пошукової системи
на серверi на вузькi тематичнi запити окремих
користувачiв, формування запитiв на форму-
вання динамiчних вузько тематичних iнформа-
цiйних потокiв, зокрема, у форматi синдикацiї
новин RSS;
4) пiдключення i застосування систем аналiзу i про-
гнозування динамiки iнформацiйних потокiв;
5) пiдключення i застосування систем агрегацiї iн-
формацiйних каналiв на робочих мiсцях кори-
стувачiв.
Схема взаємозв’язку компонент системи контент-
монiторингу, що розглядається, складається iз трьох
головних частин – системного забезпечення, ядра
системи i додаткiв користувачiв (див. рис 1). До
системного забезпечення входять:
• Апаратне забезпечення (сервер, телекомунiка-
цiйне обладнання);
• Операцiйна система (FreeBSD);
• Мови програмування i вiдповiднi бiблiотеки
(Shell, PHP, JavaScript, Perl, R);
• Веб-сервер (Apache).
До ядра системи входять:
• Засоби збирання даних iз соцiальних мереж –
на дiючому макетi реалiзованi засоби збиран-
ня iз таких соцiальних мереж: Twitter (сервiс
мiкроблогiв), Youtube (вiдеосервiс, текстовий
супровiд), Telegram (месенджер).
• Засоби створення та супроводження баз даних
(на дiючому макетi реалiзованi бази даних, що
дозволяють зберiгати повнотекстову iнформа-
цiю у виглядi XML-файлiв).
• Засоби повнотекстового пошуку i генерацiї пото-
кiв вiдповiдей у форматi RSS (на дiючому макетi
система Sphinx Search i написанi у рамках цьо-
го проекту програмнi засоби генерацiї даних у
форматi RSS).
• Засоби аналiтики i прогнозу, що базуються на
дослiдженнi мереж, статистики/динамiки тема-
тичних iнформацiйних потокiв (оригiнальнi роз-
робки, Gephi, Matlab). До додаткiв користувачiв
входять:
• Веб-браузери iз встановленими плагiнами для
роботи iз даними у форматi RSS.
• RSS-агрегатори (наприклад, FeedDemon 3.5,
Feedreader 3.14, RSS Guard 3.4.1), що реалi-
зують можливостi доступу до баз даних системи
контент-монiторингу та агрегування iнформацiї
iз соцiальних мереж, а також можливiсть персо-
налiзацiї (ведення персональних баз даних).
• Офiснi додатки, систем ком’ютерної математи-
ки, iншi прикладнi застосування.
За результатами аналiзу сучасного стану систем
контент-монiторингу соцiальних мереж за вибраною
предметною областю було встановлено, що впрова-
дження повнофункцiональної корпоративної системи
такого типу – складна i витратна проблема. Одно-
Рис. 1. Основнi компоненти системи контент-
монiторингу та агрегування iнформацiї iз соцiальних
медiа
часно iснує декiлька готових до застосування ком-
понентiв, можливiсть створення власних компонен-
тiв на базi iснуючих бiблiотек, системна iнтеграцiя
яких дозволяє створити повнофункцiональну дiючу
модель системи контент-монiторингу соцiальних ме-
реж. Окремi компоненти можуть бути сполученi мiж
собою, завдяки чому реалiзуються функцiональнi
можливостi контент-монiторингу у повному обсязi.
Висновки
Запропонованi сервiси побудованi на базi OSINT,
сервiси контент-монiторингу i агрегування iнформа-
цiї iз соцiальних мереж мiстять сучаснi можливостi
персоналiзацiї, надання доступу до баз даних в ре-
жимi online, у тому числi з мобiльних пристроїв, для
чого широко застосовуються можливостi форматiв
RSS. Обґрунтовано вибiр «готових» програмних ком-
понентiв, описанi засоби власної розробки (сканери
соцiальних мереж, засоби формування динамiчних
RSS-каналiв), наведенi результати їх iнтеграцiї у єди-
ний програмно-апаратний комплекс.
Практичне значення отриманих результатiв по-
лягає в створеннi дiючого макету системи контент-
монiторингу i агрегування iнформацiї iз соцiальних
мереж, готової до застосування компоненти систем
пiдтримки прийняття рiшень, зокрема, щодо iнфор-
мацiйної i кiбернетичної безпеки.
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