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Resumen 
 
Hoy en día, gran parte de la sociedad tiene la necesidad de estar conectada a 
la red, ya sea para poder comunicarse con amigos o familiares, para visitar 
redes sociales, para informarse de las noticias de la actualidad, etc. Es por 
esto que cada vez más, establecimientos públicos como restaurantes y 
centros comerciales e incluso estamentos públicos como los ayuntamientos 
invierten en tecnologías Wi-Fi. De hecho, no sorprende que diferentes 
fabricantes de tecnologías (automóviles, dispositivos móviles, etc.) estén 
diseñando sus productos con Wi-Fi incorporado. 
En este documento se ha realizado el estudio y análisis de uno de los 
estándares más novedosos que actualmente hay en el mercado. Es evidente 
que hablamos del estándar IEEE 802.11ac. Este estándar ofrece grandes 
velocidades de transmisión y tiene la capacidad de soportar la tecnología MU-
MIMO. Además, trabaja en una banda de frecuencia poco utilizada, la banda 
de 5 GHz, evitando la gran cantidad de interferencia que presenta la otra 
banda Wi-Fi, la banda de 2.4 GHz, debido a la gran diversidad de tecnologías 
que operan en ella. 
Durante la parte teórica del documento se argumentan las razones por las 
cuales el estándar IEEE 802.11ac opera a mayores velocidades que los 
estándares anteriores a él. También se explica en qué se basa la tecnología 
MU-MIMO y las nuevas reglas que incorpora el estándar IEEE 802.11ac de 
acceso al medio. Además, se realiza una comparación entre las diferentes 
bandas Wi-Fi con el fin de entender por qué existe tanta diferencia a nivel de 
interferencias. 
Tras realizar el estudio teórico, se han llevado a cabo las medidas de 
throughput, es decir, la velocidad real que es capaz de soportar la red a nivel 
de aplicación, tanto para el estándar IEEE 802.11ac como para el IEEE 
802.11n. Las medidas de throughput han sido realizadas en función de la 
distancia y del número de clientes que forman la red. De esta manera, se han 
podido comprobar los límites de rendimiento de un producto Wi-Fi con IEEE 
802.11ac comercial. Por último, se ha interactuado con dos redes Wi-Fi 
coexistentes para poder analizar, mediante diferentes escenarios y casos, su 
comportamiento. 
 
 
 
 
 
 
 
Overview 
 
Nowadays most of our society has the necessity to be connected to the 
internet, whether it is to keep in touch with their friends or family, to visit social 
networks, to get the latest news, etc. It’s for that reason that more and more, 
establishments such as restaurants, shopping malls and even public places 
like City Halls have been investing in Wi-Fi technologies to satisfy clients and 
the citizens. In fact, it’s not surprising that different technological companies 
(automotive, mobile equipment, etc.) are developing their products with support 
to Wi-Fi included. 
In this document, we have carried out a background study and analysis of the 
most advanced standard released to the market so far. We are obviously 
talking about the IEEE 802.11ac standard; this standard offers high 
transmission speeds and has the capacity to support MU-MIMO technologies. 
Furthermore, it works in a frequency band that is not very used, the 5 GHz 
band, thus avoiding most of the interference that we could have in the typical of 
2.4 GHz band. 
Throughout the sections devoted to provide a theoretical background, we will 
argue the reasons why the IEEE 802.11ac standard has higher speeds than 
previous ones. We will also explain what MU-MIMO technologies are based on 
and the new rules that are incorporated into this standard for medium access. 
Furthermore, we provide a comparison between the different Wi-Fi bands in 
order to understand why there is such a difference in interference levels. 
After the theoretical background we present the results of an exhaustive 
measurement campaign intended to assess the performance in terms of the 
throughput, the real speed that the network is able to support at application 
level, both for the IEEE 802.11ac standard and the IEEE 802.11n. Those 
measurements have been done as function of the distance and the number of 
clients on the network. By doing this we have been able to check the 
performance limitations of a Wi-Fi product with commercial IEEE 802.11ac. 
Lastly, we have studied the coexistent of two Wi-Fi networks to analyze, with 
different scenarios, their combined behavior. 
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INTRODUCCIÓN 
 
En 1880 se diseñó el primer dispositivo capaz de realizar una comunicación sin 
cables, llamado fotófono. Este dispositivo permitía transmitir sonidos mediante 
una emisión de luz, pero debido a que durante esa época todavía no se 
distribuía le electricidad no tuvo demasiado éxito. No fue hasta 1888 que Rudolf 
Hertz realizó la primera transmisión mediante ondas electromagnéticas 
provocando así que, seis años después, se convirtieran en un medio de 
comunicación. En 1971 se creó la primera red de área local inalámbrica 
(WLAN) utilizando el protocolo CSMA/CA (Carrier Sense Multiple Access 
with Collision Avoidance) para evitar colisiones entre los diferentes terminales. 
 
Tras crear la primera red de área local inalámbrica, en 1985 se empezaron a 
comercializar equipos capaces de transmitir datos sin la necesidad de utilizar 
cables. Debido a la poca compatibilidad entre dispositivos de diferentes 
fabricantes, que hace imposible la comunicación entre ellos, se creó la 
“Wireless Ethernet Compatibility Alliance” (WECA), actualmente llamada 
Alianza Wi-Fi, con el objetivo solucionar dicho problema. Actualmente, esta 
asociación certifica productos Wi-Fi si se ajustan a ciertas normas de 
interoperabilidad.  
 
La tecnología Wi-Fi ha permitido a los usuarios permanecer conectados a la 
red con la posibilidad de ir desplazándose por una determinada área 
geográfica. La evolución del Wi-Fi, también conocido como IEEE 802.11, ha 
permitido que las comunicaciones a larga distancia sean de mejor calidad y las 
transmisiones de datos se realicen a mayor velocidad. 
 
Este trabajo trata sobre las novedades que presenta el estándar IEEE 802.11ac 
respecto a versiones anteriores de la familia IEEE802.11. A grandes rasgos, se 
pueden destacar tres grandes novedades del estándar:  
 
- El estándar IEEE 802.11ac trabaja en la banda de los 5 GHz reduciendo 
de esta manera las interferencias que presenta la banda Wi-Fi más 
popular hasta ahora, 2.4 GHz.  
 
- Presenta una gran rapidez en las transmisiones debido a nuevas y 
mejores características que analizaremos más adelante. 
 
- Soporta la tecnología MU-MIMO en dirección downlink. Esta tecnología 
permite que varios receptores puedan recibir datos en un mismo instante 
de tiempo. 
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OBJETIVOS 
 
Los objetivos que han motivado y han ido surgiendo a lo largo del proyecto, son 
los siguientes: 
 
- Planear un trabajo de final de grado con partes teóricas y 
experimentales que además de formarme como ingeniero me ayude en 
mi actual puesto de trabajo. 
 
- Estudiar la evolución del Wi-Fi conociendo la función de algunos 
estándares IEEE 802.11 que han sido desarrollados por la asociación 
mundial de ingenieros IEEE. 
 
- Estudiar las especificaciones del estándar IEEE 802.11ac para poder 
compararlas con los resultados obtenidos mediante medidas. 
 
- Estudiar y analizar las diferentes bandas de frecuencia Wi-Fi, 2.4 GHz y 
5 GHz.  
 
- Realizar medidas de rendimiento en exterior e interior, utilizando los 
estándares IEEE 802.11ac y IEEE 802.11n (en ambas frecuencias).  
 
- Realizar medidas de rendimiento en función del número de clientes que 
forman la red con el fin de comparar las transmisiones MU-MIMO con las 
SU-MIMO. 
 
- Analizar el tráfico de paquetes entre dispositivos durante una 
comunicación. 
 
- Analizar el comportamiento del estándar IEEE 802.11ac contra la 
interferencia de canal adyacente. 
 
- Analizar el comportamiento del estándar IEEE 802.11ac contra la 
interferencia de canales totalmente superpuestos. 
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CAPITULO 1. WI-FI 
 
1.1. Historia Wi-Fi 
Para las primeras redes inalámbricas era habitual utilizar las soluciones 
particulares de cada fabricante debido a que los distintos dispositivos que había 
en el mercado eran incompatibles entre sí. Es por esto que era necesario 
desarrollar un sistema aceptado por todos los fabricantes, así se funda la 
asociación WECA (Wireless Ethernet Compatibility Alliance), actualmente 
conocida como Wi-Fi Alliance, cuyo objetivo fue crear un modelo común para 
todos los usuarios que permitiera favorecer la tecnología inalámbrica y 
asegurar la compatibilidad de los distintos dispositivos aun siendo de distinto 
fabricante. WECA certifica la interoperabilidad de los dispositivos según la 
norma IEEE 802.11, es decir, garantiza a todos los usuarios que todos los 
dispositivos con el sello Wi-Fi puedan interactuar entre sí. 
1.2. Bandas de frecuencia Wi-Fi 
Las principales bandas de frecuencia utilizadas por las redes inalámbricas son: 
la banda de 2.4 GHz y 5 GHz. No obstante, existen otras bandas de frecuencia 
que también son usadas para la comunicación inalámbrica, por ejemplo, la 
banda de 900 MHz en la cual opera el estándar IEEE 802.11ah. 
 
1.2.1. Banda 2.4 GHz 
 
El rango de frecuencias de la banda 2.4 GHz es el siguiente: 2.4 – 2.4835 GHz.  
Es una banda muy propensa a interferencias debido a que existen muchas 
tecnologías que interactúan con la misma, así como: el Bluetooth, ZigBee, los 
hornos microondas, etc. 
Su utilización fue aprobada en 2002 para sistemas de telecomunicaciones de 
baja potencia en redes interiores y exteriores de corto alcance. Los dispositivos 
conectados a esta banda pueden funcionar con una potencia isotrópica radiada 
equivalente (PIRE) máxima de 100mW (20 dBm) conforme a la Decisión de la 
Comisión 2011/829/UE y la Recomendación CEPT ERC/REC 70-03 [29]. 
Además, la densidad de potencia será de 100mW/100kHz con modulación por 
salto de frecuencia y de 10 mW/MHz con otros tipos de modulación.  
 
Existen un total de 14 canales, aunque cada país y zona geográfica aplica sus 
propias restricciones al número de canales disponibles. En Europa disponemos 
de los trece primeros canales. El ancho de banda por canal es de 
aproximadamente 20 MHz y la separación entre ellos es de 5MHz. Esto hace 
que se produzca un solapamiento de todos los canales con sus adyacentes 
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Fig. 1.1: Canales banda 2.4 GHz 
Fuente: E. Garcia-Villegas, E. Lopez-Aguilera, R. Vidal and J. Paradells, "Effect of adjacent-channel 
interference in IEEE 802.11 WLANs," 2nd International Conference on Cognitive Radio Oriented Wireless 
Networks and Communications, , 2007. 
Debido al solapamiento, para obtener un rendimiento óptimo, el punto de 
acceso (del inglés, AP) deberá ser configurado en los canales que están 
separados al menos 20 MHz, es decir, el canal 1, canal 6 o canal 11, 
dependiendo del nivel de saturación que haya en la zona de cobertura. En 
Europa, es común el uso de los canales 1, 5, 9 y 13 [28].  
 
 
1.2.2. Banda 5 GHz 
 
La banda de 5 GHz, en comparación con la banda de 2.4 GHz, dispone de un 
mayor ancho de banda y presenta menor nivel de interferencia debido a que 
existen menos tecnologías que trabajan en ella. Las tecnologías Wi-Fi que la 
utilizan (IEEE 802.11a, 11n y 11ac), tienen un ancho de banda de 16.6 MHz, tal 
y como muestra la Figura 1.2, y están separados 20 MHz. Además, ningún 
canal solapa con sus canales adyacentes. Es por esto que pueden ser 
utilizados todos los canales al mismo tiempo. 
 
 
Fig. 1.2: Canales banda 5 GHz 
Fuente: Schiller, H. J., Mobile communications, Cap 7 (pag. 207-291), Adisson-Wesley, Great Britian (2003). 
 
Algunos de los inconvenientes que presenta la banda, en comparación con la 
banda de 2.4 GHz, es que al trabajar a mayor frecuencia provoca mayor 
atenuación en las transmisiones. También, se debe tener en cuenta que existe 
muy poco consenso a nivel internacional en cuanto a las bandas de uso. 
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A continuación, se explican las características más importantes de cada uno de 
los rangos de frecuencias: 
 
- Rango de frecuencias 5150 – 5350 MHz: La PIRE máxima en interior 
será de 200mW, siendo la densidad máxima media de 10 mW/MHz en 
cualquier banda de 1 MHz. Adicionalmente, en la banda 5250-5350 MHz 
el transmisor deberá emplear técnicas de control de potencia (TPC) que 
permitan como mínimo un factor de reducción de 3dB de la potencia de 
salida. En caso de no usar estas técnicas, la PIRE máxima deberá ser 
de 100 mW. TPC, además, evita interferencias de equipos cercanos y 
regula la potencia de transmisión de los dispositivos para reducirla al 
mínimo requerido con el fin de obtener una conexión adecuada.  
- Rango de frecuencias 5470-5725 MHz: Esta banda puede ser utilizada 
para redes de área local en el interior o exterior de recintos con potencia 
inferior o igual a 1W. Estos sistemas deberán disponer de TPC y de 
selección dinámica de frecuencia (DFS) de acuerdo a las 
especificaciones de la Recomendación UIT-R M.1652 [30] sobre 
sistemas de acceso radio en la banda de 5 GHz. También cumplen con 
las regulaciones europeas relacionadas con el uso de las frecuencias y 
el rendimiento energético marcadas por el estándar IEEE 802.11h.  
 
 
1.3. IEEE 802.11  
 
1.3.1. Introducción 
 
El Instituto de Ingenieros Eléctricos y Electrónicos IEEE es una organización 
internacional sin fines de lucro, líder en el campo de la promoción de 
estándares internacionales, particularmente, en el campo de las 
telecomunicaciones, la tecnología de información y la generación de energía. 
IEEE tiene en su haber 900 estándares activos y otros 400 en desarrollo.  
 
Los productos más conocidos del IEEE son el grupo de estándares para redes 
LAN/MAN IEEE 802 que incluye Ethernet (IEEE 802.3) y redes inalámbricas 
(IEEE 802.11). Los proyectos del IEEE se realizan a través de grupos de 
trabajo formados por voluntarios internacionales que se reúnen varias veces al 
año para analizar las distintas propuestas. 
 
El estándar IEEE 802.11 define el uso de la capa física y la capa de enlace, 
especificando sus normas de funcionamiento en una red de área local 
inalámbrica (WLAN). Fue desarrollado para que pudiera sustituir a la capa 
física y a la capa MAC de la norma IEEE 802.3. Ambas normas sólo se 
diferencian en la forma en que los dispositivos acceden a la red, el resto es 
similar. 
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1.3.2. Estándar IEEE 802.11 
 
Los diferentes estándares han ido evolucionando debido a algún cambio 
en la capa física y/o capa de enlace. Esto facilita no sólo la evolución de los 
estándares, sino también que un mismo dispositivo pueda ser compatible con 
distintas versiones de un estándar. En este apartado, se darán a conocer los 
principales protocolos del IEEE 802.11. Una lista más amplia de protocolos se 
detallan brevemente en el anexo (Anexo A). 
 
 IEEE 802.11 legacy 
La versión original del estándar IEEE 802.11, publicada en 1997, especifica dos 
velocidades de transmisión de 1 a 2 Mbit/s que se transmiten por señales 
infrarrojas y de radio frecuencia.  
El estándar define el protocolo de acceso múltiple por detección de portadora 
evitando colisiones (CSMA/CA) como método de acceso. La baja velocidad 
transmisión provoca la necesidad de mejorar la calidad de transmisión bajo 
condiciones ambientales diversas. Esta y otras debilidades fueron mejoradas 
con el estándar IEEE 802.11b.  
 
 IEEE 802.11a 
Fue aprobado en 1999. Utiliza los mismos protocolos para la capa de enlace 
que el estándar original, pero opera en la banda de 5 GHz y utiliza 52 
subportadoras de acceso múltiple por división de frecuencias ortogonales 
(OFDM) con una velocidad máxima de 54 Mbit/s. El trabajar a estas 
velocidades lo hace un estándar práctico para redes inalámbricas con 
velocidades reales (i.e. medidas en capa de enlace o superiores) de 
aproximadamente 20 Mbits/s. La velocidad es regulable a 48, 36, 24, 18, 12, 9 
ó 6 Mbits/s. 
Al trabajar en la banda de 5 GHz, tal y como se explica en el apartado 1.2, este 
estándar no puede interactuar con equipos del estándar IEEE 802.11b, excepto 
en el caso que los equipos tengan implementados ambos estándares.  
 IEEE 802.11b 
Este estándar apareció en 1999. Tiene una velocidad máxima en la capa física 
de 11Mbps y utiliza el mismo método de acceso definido en el estándar 
original, es decir, CSMA/CA. Trabaja en la banda de 2.4 GHz. En la práctica la 
velocidad de transmisión es de 5.9 Mbit/s sobre TCP y 7.1 Mbit/s sobre UDP. 
 
 IEEE 802.11g 
Este estándar fue desarrollado en junio de 2003 con la motivación de aumentar 
la velocidad de transmisión en la banda de los 2.4 GHz. Este protocolo permite 
transmitir a una velocidad física de 54 Mbps, cerca de 22 Mbps de velocidad 
real, y utiliza tecnología OFDM. La capa física es prácticamente idéntica a la 
del estándar IEEE 802.11a. La diferencia es que permite retrocompatibilidad 
   7 
 
 
 
con dispositivos que operan en la misma banda de frecuencia, es decir, la 
banda de los 2.4 GHz. 
 
 IEEE 802.11n 
Este estándar fue comercializado en Septiembre de 2009. Introduce tecnología 
“multiple input, multiple output” (MIMO) para enviar y recibir múltiples flujos de 
datos simultáneamente a través de varias antenas.  
Trabaja tanto en la banda de 2.4 GHz como en la de 5 GHz. Siendo así 
compatible con los estándares IEEE 802.11a/b/g. Además, es capaz de 
alcanzar velocidades superiores a 100 Mbps, pudiendo llegar a alcanzar 
velocidades de hasta 600 Mbps.  
En comparación al resto de estándares más antiguos, presenta las siguientes 
ventajas: 
 Los anteriores estándares, IEEE 802.11 a/b/g, solamente podían utilizar 
un ancho de banda de 20 MHz. En cambio, el estándar IEEE 802.11n 
permite usar canales con un ancho de banda de 20 MHz y de 40 MHz. 
Este incremento de ancho de banda provoca que la velocidad de 
transmisión aumente, ya que la velocidad de transmisión es 
directamente proporcional al ancho de banda del canal. 
 
 El estándar IEEE 802.11n es un estándar basado en la tecnología 
MIMO. Provocando así, que se utilicen tanto las ondas primarias como 
las secundarias en las transmisiones. En los estándares anteriores 
únicamente se aprovechaba la onda directa o primaria, ya que el resto 
de ondas (contribuciones recibidas por el efecto de propagación multi-
camino) eran vistas como interferencias o ruido. 
 
 Los estándares IEEE 802.11a/g utilizan un intervalo de guarda de 0.8 
microsegundos, igual que el estándar IEEE 802.11n en su modo por 
defecto. No obstante, el estándar IEEE 802.11n tiene la posibilidad de 
utilizar un intervalo de guarda de 0.4 microsegundos equivalentes a un 
incremento del 10% en la velocidad de transmisión. 
 
 Por último, el estándar IEEE 802.11n introduce cambios en la trama 
MAC. Se añade agregación de tramas que permite el envío de dos o 
más tramas en una sola transmisión. 
 
En el siguiente capítulo, veremos la comparación entre el estándar IEEE 
802.11n y el IEEE 802.11ac. 
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CAPÍTULO 2. IEEE 802.11ac 
 
2.1. Introducción 
 
Gran parte de la información comentada a lo largo de este capítulo ha sido 
extraída del libro Gast, M. S., IEEE 802.11ac [1], nombrado en la bibliografía 
del documento.  
En este capítulo se compara el estándar IEEE 802.11ac con otros estándares 
anteriores a él, especialmente con el estándar IEEE 802.11n. Además, se 
explica las nuevas tecnologías que soporta el estándar junto a nuevas 
características que permiten obtener un mejor rendimiento de la red. 
Este estándar fue desarrollado en 2013 con el objetivo de mejorar el estándar 
IEEE 802.11n. El sistema permite unas tasas de transferencia de 6.5 Mbps a 
6.9 Gbps en la banda de 5 GHz, un ancho de banda de hasta 160 MHz y hasta 
ocho flujos MIMO.  
 
Las principales diferencias entre el estándar IEEE 802.11n y el IEEE 802.11ac 
se encuentran resumidas en la Tabla 2.1. 
 IEEE 802.11n IEEE 802.11ac 
Soporta anchos de banda de canal de 20 
y 40 MHz. 
Soportar anchos de banda de canal de 
20, 40, 80 y 160 MHz. 
Bandas de frecuencia de trabajo: 2.4 
GHz y 5 GHz. 
Banda de frecuencia de trabajo: 5 
GHz. 
Soporta BPSK, QPSK, 16QAM y 64QAM. Soporta BPSK, QPSK, 16QAM y 
64QAM y 256QAM. 
Soporta muchos tipos de “beamforming” 
explícitos. 
Soporta mecanismo “NDP Sounding”. 
Soporta hasta cuatro flujos. Soporta hasta ocho flujos el punto de 
acceso (AP) y hasta cuatro flujos los 
clientes. 
Soporta singleuser MIMO (SU-MIMO). Soporta Singleuser MIMO (SU-MIMO) 
y Multiuser MIMO (MU-MIMO). 
Introduce la agregación de tramas. Esto 
incluye una mejora en la capa MAC 
significativa (A-MSDU, A-MPDU). 
Soporta la misma mejora MAC que el 
estándar IEEE 802.11n pero para altas 
tasas de transferencia de datos. 
Tabla 2.1: Comparación IEEE 802.11ac vs IEEE 802.11n 
El estándar IEEE 802.11ac introduce dos nuevos anchos de banda, respecto al 
estándar IEEE 802.11n, 80 MHz y 160 MHz. Al utilizar anchos de banda 
mayores obtendremos una mejor velocidad de transmisión. Es posible que un 
ancho de banda de 160 MHz sea difícil de encontrar en el espectro. Por esta 
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razón, se introducen dos maneras de obtenerlo: por un lado, utilizar en un 
mismo bloque un ancho de banda de 160 MHz o, por otro lado, combinar dos 
anchos de banda de 80 MHz. 
 
Los estándares previos al IEEE 802.11ac transmitían, como máximo, hasta seis 
bits por símbolo. En cambio, el estándar IEEE 802.11ac, tiene la posibilidad de 
utilizar una compleja modulación, 256 QAM, que soporta hasta ocho bits por 
símbolo.  
 
Mientras que en el estándar IEEE 802.11n se requiere que dos dispositivos 
implementen mutuamente funciones de “beamforming” compatibles entre ellos. 
En el estándar IEEE 802.11ac las especificaciones del “beamforming” se 
simplifican a un solo método. El problema que había en el estándar IEEE 
802.11n es que no cada fabricante utilizaba el mismo “beamforming”, 
provocando así una incompatibilidad entre los dispositivos. Por lo tanto, era 
necesaria una simplificación con el fin de evitar conflictos entre vendedores. 
Esto es uno de los aspectos a valorar por el estándar IEEE 802.11ac.    
La tecnología multiuser MIMO (MU-MIMO) es una de las características más 
importantes del estándar IEEE 802.11ac, ya que es el primer estándar capaz 
de soportar dicha tecnología. Ésta, permite que varios destinatarios situados en 
distintos lugares puedan recibir datos al mismo tiempo. El estándar IEEE 
802.11n únicamente es capaz de utilizar la tecnología singleuser MIMO (SU-
MIMO), donde cada transmisión es enviada a un único receptor.  
La tecnología MU-MIMO representa un conjunto de técnicas y algoritmos 
complejos que aprovechan el uso de múltiples antenas y explotan la 
multiplicidad de usuarios, para llevar a cabo la transmisión en dirección 
downlink.  
La Figura 2.1 muestra la comparación entre la tecnología SU-MIMO y el MU-
MIMO usado por el estándar IEEE 802.11ac. La Figura 2.1 (a) representa todos 
los flujos en dirección a un único dispositivo. Mientras que la Figura 2.1 (b) 
muestra el significado de una transmisión MU-MIMO donde el AP está 
transmitiendo simultáneamente cuatro flujos a tres dispositivos distintos. Dos 
de los flujos son transmitidos al portátil soportando grandes velocidades de 
transmisión y los dos flujos restantes son transmitidos a los otros dos 
dispositivos, manteniendo las tres transmisiones por separado. El AP usa 
“beamforming” para enfocar sus transmisiones a sus respectivos receptores. 
En este tipo de escenario es necesario que los receptores estén localizados en 
diferentes direcciones para que las transmisiones no interfieran entre sí.  
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Fig. 2.1: MU-MIMO vs SU-MIMO 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
 
La tecnología MU-MIMO es capaz de cambiar la forma en que se construyen 
las redes Wi-Fi, ya que permite una mejor reutilización espacial. Una de las 
claves para construir una red IEEE 802.11 de cualquier tipo es que la red sea 
capaz de reutilizar el mismo canal en distintos lugares.  
 
Como muestra la Figura 2.2 (a) el canal radio es usado para transmisiones 
omnidireccionales. Cuando el AP transmite, la energía es recibida por ambos 
dispositivos, es decir, por el portátil y el smartphone, y el canal puede ser 
usado para comunicar con un solo dispositivo en un mismo instante de tiempo. 
La tecnología MU-MIMO se aplica en celdas pequeñas permitiendo habilitar 
redes más compactas. En la Figura 2.2 (b), vemos un claro ejemplo de la 
tecnología MU-MIMO donde el AP puede enviar transmisiones independientes 
dentro de su propia área de cobertura. 
 
En conclusión, en el escenario de la Figura 2.2 (b) las transmisiones de los 
flujos individualmente serán más lentas en comparación a la Figura 2.2 (a), 
debido a la complejidad del escenario de la Figura 2.2 (b). En cambio, 
obtendremos un mejor rendimiento del sistema. Este mejor rendimiento del 
sistema es debido al “beamforming”. 
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Fig.2.2: Reutilización espacial 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
 
2.2. Capa Física 
 
Las mejoras de velocidad que ha habido durante el desarrollo del estándar 
IEEE 802.11 han sido fruto de una idea innovadora. Con la introducción de la 
transmisión de múltiples portadoras con OFDM se aumentó la velocidad en la 
transición del estándar IEEE 802.11b al IEEE 802.11 a/g. Mediante la creación 
del sistema MIMO, el incremento del ancho de banda a 40 MHz, y el 
“beamforming”, sucedió lo mismo para dar el salto del estándar IEEE 802.11 
a/g al IEEE 802.11n. En cambio, las innovaciones del estándar IEEE 802.11n al 
IEEE 802.11ac, que han provocado un aumento en la velocidad, provienen del 
incremento del número de flujos MIMO, del incremento de los anchos de banda 
del canal, del “beamforming” y de una modulación capaz de transmitir más bits 
por símbolo. 
 
2.2.1. Extensión del MIMO 
 
Una de las principales técnicas utilizadas por el estándar IEEE 802.11ac para 
incrementar el rendimiento es la extensión del MIMO desde un sistema que 
soporta cuatro flujos espaciales a uno que soporta ocho. Para construir un AP 
capaz de soportar ocho flujos espaciales se necesita un “array” con ocho 
receptores y ocho antenas transmisoras. Doblar el número de flujos equivale a 
doblar el rendimiento del sistema. Es por esto, por lo que el estándar IEEE 
802.11ac tiene un mejor rendimiento en comparación al estándar IEEE 
802.11n.  
 
 
2.2.2. Canales radio 
 
De igual manera que en el último estándar previo al IEEE 802.11ac basado en 
OFDM, se divide el canal en subportadoras con un ancho de banda de 312.5 
KHz. Éstas, son usadas como una transmisión independiente. Algunas están 
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reservadas, las portadoras piloto, las cuales no se utilizan para transmitir datos 
sino para medir el canal y obtener un mejor rendimiento de él. 
 
En la Figura 2.3 se muestra el diseño de los canales en términos de las 
subportadoras de OFDM y portadoras piloto según el estándar utilizado. 
 
 
Fig 2.3: Subportadoras OFDM 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
En la Figura 2.4 se muestra el número de subportadoras en función del ancho 
de banda. Además, indica el rango de subportadoras, la ubicación de las 
portadoras piloto, el incremento de la capacidad respecto al estándar IEEE 
802.11a/g y el incremento de la capacidad respecto al estándar IEEE 802.11ac 
utilizando 20 MHz de ancho de banda del canal.  
 
 
Fig 2.4: subportadoras vs Ancho de banda del canal 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
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2.2.3. Máscara espectral de radio canales IEEE 802.11ac 
Los canales del estándar IEEE 802.11ac tienen la misma forma que otros 
canales OFDM. Únicamente se diferencia en el ancho de la energía 
transmitida. La Figura 2.5 muestra la forma de la máscara de un canal en el 
estándar IEEE 802.11ac que se describe con decibelios relativos (dBr) al pico 
que se encuentra en la frecuencia central del canal. En la imagen podemos 
observar que la frecuencia central no se indica. Esto es debido a que la forma 
de la máscara no depende del ancho de banda del canal utilizado. 
 
 
Fig 2.5: Máscara espectral radiocanal 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
 
 
2.2.4. Canales radio disponibles 
 
La Figura 2.6 muestra las bandas de frecuencia junto a los canales de cada 
banda en función del país. Además indica los canales a utilizar en función del 
ancho de banda del canal, es decir, contra mayor es el ancho de banda de 
canal más canales de la banda de frecuencia podremos utilizar. 
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Fig 2.6: Canales banda de frecuencia 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
 
El estándar IEEE 802.11ac define una numeración y posicionamiento de los 
canales, aunque la decisión final sobre el uso del espectro la tiene siempre el 
regulador nacional, en caso de España el CNAF. 
 
 
2.2.5. Esquema de modulación y codificación 
 
El estándar IEEE 802.11ac ha provocado mejoras evolutivas a la modulación y 
codificación. En comparación a los predecesores el IEEE 802.11ac simplifica la 
selección de modulación y codificación eliminando las de menor 
implementación. Esta mejora, en la modulación, es una de los factores que 
aumentará la velocidad de transmisión. El uso de la modulación 256-QAM 
permite añadir dos bits en cada portadora aumentando así la velocidad de 
transmisión.  
 
En la Figura 2.7 podemos ver las diez combinaciones posibles de modulación y 
codificación (MCS) de las cuales solo las siete primeras son obligatorias. En 
cambio, todos los equipos capaces de soportar la modulación 256-QAM 
tendrán disponibles las nueve combinaciones. Cada modulación va 
acompañada de una tasa de codificación, que lleva a los diferentes MCS. 
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Fig 2.7: Tabla MCS IEEE 802.11ac 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
 
2.2.6. Intervalo de Guarda 
 
El estándar IEEE 802.11ac, como también sucede con el estándar IEEE 
802.11n, tiene la capacidad de seleccionar un intervalo de guarda menor en 
OFDM en caso que tanto transmisor como receptor sean capaces de 
procesarlo. El intervalo de guarda en dicho estándar se reduce de los 800ns a 
400ns proporcionando un 10 % de mejora en el throughput del sistema.  
 
 
2.2.7. Detección y corrección de errores 
 
El estándar IEEE 802.11ac no hace ningún cambio en los códigos de 
corrección de errores respecto a los estándares anteriores. Los códigos 
convolucionales son requeridos para dicho estándar de igual manera que en 
los estándares previos. Opcionalmente se puede utilizar la codificación LDPC 
que ofrece una ganancia de 1dB a 2 dB respecto a la codificación 
convolucional. Si la codificación LDPC aumenta la velocidad de transmisión, 
acortando el tiempo de transmisión a una misma distancia, habrá mayor ahorro 
energético.   
 
2.3.  Medium Access Control Procedures 
 
El estándar IEEE 802.11ac no introduce cambios significativos en el acceso al 
medio. No obstante, con los nuevos anchos de banda del canal, se introducen 
nuevas reglas para conocer la disponibilidad del canal. Añadir otras reglas 
permite a los dispositivos indicar el ancho de banda del canal que usaran 
durante los intercambios de datos. 
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2.3.1. Clear-Channel Assessment (CCA) 
Clear-Channel Assessment (CCA) es el procedimiento utilizado para 
comprobar si el canal esta libre u ocupado, para poder realizar la transmisión 
de datos sin colisionar. 
 
El estándar 802.11 siempre ha “escuchado” antes de transmitir. El tiempo de 
escucha es un componente muy importante para el proceso de coordinación 
entre estaciones. Un importante componente del estándar IEEE 802.11ac es la 
forma en que un BSSID (Basic Service Set Identifier) puede cambiar el ancho 
de banda trama a trama.  
 
Para ayudar con la división de tiempo disponible de cada canal, el estándar 
introduce la terminología de canal primario y secundario. Para cada ancho de 
banda de canal hay un canal primario que se utilizará como primera instancia 
para transmitir datos. Esta red transmitirá tramas de 20 MHz en el canal 
primario. Para transmitir tramas a 40 MHz, en el canal de 40 MHz primario, es 
necesario que el canal secundario de 20 MHz también esté libre. Para 
transmitir a 80 MHz es necesario que los canales, tanto primario como 
secundario, de 40 MHz estén libres. Y lo mismo para 160 MHz, es decir, tienen 
que estar libres ambos canales, primario y secundario, de 80 MHz. 
 
 
 
Fig 2.10: Canal primario y secundario  
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
 
En la Figura 2.11 se muestra la habilidad para compartir canales más anchos 
entre distintas redes Wi-Fi. Esta habilidad depende de la capacidad de los 
distintos dispositivos, compatibles con el estándar IEEE 802.11ac, de detectar 
transmisiones tanto en el canal primario como en los secundarios.  
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Fig 2.11: Despliegue de redes óptimo  
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
2.3.1.1. Reglas básicas de acceso al canal 
 
La regla más básica para que un dispositivo conectado a una red Wi-Fi IEEE 
802.11ac pueda transmitir es cuando el canal esta libre. Una vez el canal se ha 
detectado libre, pueden suceder los siguientes casos: 
 
- El dispositivo transmite una trama en el canal primario de 20 MHz. En 
este caso, el CCA (Clear-channel-assesement) solo observa el canal 
primario de 20 MHz. 
 
- El dispositivo transmite una trama en el canal primario de 40 MHz. Es 
necesario que el CCA detecte el canal secundario de 20 MHz libre. 
 
- El dispositivo transmite una trama en el canal primario de 80 MHz. Es 
necesario que el CCA detecte libre el canal primario y el canal 
secundario de 40 MHz. 
 
- Transmitir una trama en el canal primario de 160 MHz. Es necesario que 
el canal primario y el canal secundario de 80 MHz permanezcan libres. 
 
Si el canal está ocupado, pueden ocurrir dos casos: 
 
1. En caso de que el dispositivo conectado a la red utilice un ancho de 
banda fijo, éste entrará en backoff, es decir, detendrá la transmisión y 
reintentará realizar la transmisión de nuevo. 
2. En caso de que el dispositivo conectado a la red utilice un ancho de 
banda dinámico, éste reducirá el ancho de banda hasta poder utilizar un 
ancho de banda del canal libre. 
 
2.3.1.2. Requisitos de sensibilidad: 
 
Para determinar que el canal está ocupado, hay dos métodos: detección de 
señal y detección de energía. 
La detección de señal requiere que el receptor detecte, y empiece a decodificar 
una señal. El segundo método, la detección de energía, solo se fija en la 
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energía recibida. Si la energía es suficientemente alta, se considera que el 
canal está ocupado. El estándar IEEE 802.11ac mantiene las mismas reglas de 
sensibilidad para los canales de 20 MHz y 40 MHz que utiliza el estándar IEEE 
802.11n y añade nuevas reglas para los nuevos anchos de banda, es decir, 80 
MHz y 160 MHz. Se usan dos reglas para la detección de señal: la primera 
regla es que cada vez que el ancho de banda del canal se dobla, el umbral de 
señal también se dobla. La segunda regla es que, para un canal secundario, 
con la detección de energía 20 dB por encima del valor de la sensibilidad 
mínima, del canal se considera ocupado.  
 
2.3.1.3. Protección y coexistencia con otros estándares IEEE 802.11 
 
Un requisito imprescindible para los fabricantes del estándar IEEE 802.11ac es 
que fuera compatible con versiones anteriores del estándar IEEE 802.11. En la 
siguiente tabla se muestran los casos en qué un determinado transmisor 
(columna de la izquierda) envía datos a receptores compatibles con otros 
estándares que trabajan en la banda de 5 GHz (columna de la derecha). 
 
 
Fig 2.12: Compatibilidad entre estándares 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
 
El aspecto más interesante de la coexistencia es que cualquier dispositivo 
puede escuchar una trama. Para conseguir esta comunicación entre diferentes 
estándares, se adopta el preámbulo OFDM. Es posible que una trama IEEE 
802.11ac sea enviada al medio radio y que un dispositivo IEEE 802.11a 
escuche el preámbulo para así calcular el tiempo durante el cual el medio 
estará ocupado con el objetivo de no transmitir en el mismo instante. 
 
2.3.1.4. Operaciones con ancho de banda dinámico (RTS/CTS) 
 
Desde el desarrollo inicial del estándar IEEE 802.11 se define el intercambio de 
RTS/CTS para solventar el problema de los nodos ocultos. Las tramas RTS y 
CTS son usadas solamente para gestionar el acceso al medio y son 
transmitidas a velocidades bajas para que puedan ser recibidas por todos los 
receptores, es decir, incluso por aquellos que utilizan un protocolo anterior al 
IEEE 802.11ac.  
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Para gestionar el acceso a canales más anchos, se utiliza un tipo de trama 
llamada “non-HT Duplícate”. Esta trama tiene dos atributos: primero la trama es 
transmitida usando métodos non-HT, es decir, compatible con el estándar  
IEEE 802.11a; y segundo, la trama se duplica para todos los canales.  
 
En las siguientes figuras se muestra como las tramas RTS y CTS trabajan 
juntas para negociar el ancho de banda del canal a utilizar. El iniciador del 
proceso tiene una trama a transmitir de 80 MHz. Para adquirir el canal de 80 
MHz enviará una trama RTS duplicada a los cuatro canales de 20 MHz 
indicando que quiere transmitir a 80 MHz.  
 
En la Figura 2.13 (a), el receptor realiza un CCA, encuentra que el canal de 80 
MHz esta libre, y envía un CTS indicándolo. Como resultado del intercambio, el 
NAV (Network Allocation Vector) se coloca en los cuatro canales e indicará a 
otros AP que los canales están siendo usados por otra red.  
 
 
Fig 2.13 (a): Negociación del ancho de banda 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
En la Figura 2.13 (b), se muestra el proceso de ancho de banda dinámico en 
ejecución. Como en el caso anterior, el iniciador empieza enviando un RTS 
duplicado a los cuatro canales de 20 MHz. Sin embargo, dada la interferencia 
en el receptor (por ejemplo, de un AP que ya tiene control de dos canales) no 
es posible enviar el CTS indicando que el canal de 80 MHz está libre. Por tanto, 
el receptor envía una trama CTS adquiriendo 40 MHz para la transmisión. Una 
vez completado el intercambio RTS/CTS, el iniciador puede enviar la trama 
usando una transmisión de 40 MHz. De esta manera, los dos AP han 
negociado el máximo ancho de banda que puede usar para la transmisión de 
datos. 
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Fig 2.13 (b): Negociación del ancho de banda 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
 
2.4.  Beamforming 
 
El “beamforming” es un proceso mediante el cual el transmisor puede dirigir su 
energía hacia un receptor para incrementar la relación señal-ruido (SNR) y por 
lo tanto, la velocidad de transmisión. Tiene la capacidad de cambiar la forma de 
las redes y de esta manera aumentar el rendimiento del sistema.  
 
El MU-MIMO funciona utilizando el “beamforming” para enviar tramas a 
distintos receptores en un mismo instante de tiempo. 
 
Existen dos tipos de “beamforming”: 
   
 “Beamforming” explícito: Esta basado en que el transmisor y el receptor 
intercambien información sobre el canal radio para poder analizar la 
calidad del canal y obtener el máximo rendimiento de él. 
 “beamforming” implícito: Infiere características del canal en función a las 
tramas perdidas. 
El “beamforming” explícito es más potente porque mide el canal con más 
detalle en comparación al “beamforming” implícito. Por otro lado, tanto receptor 
como transmisor deben de ser capaces de medir los datos e intercambiarlos. 
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2.4.1 Beamforming Basics 
 
Tradicionalmente, los APs han utilizado antenas omnidireccionales para poder 
transmitir información hacia todas las direcciones, provocando que el canal 
radio este ocupado constantemente en todas direcciones.  
 
Una alternativa para solucionar dicho problema es utilizar el “beamforming”. De 
esta manera, podemos transmitir únicamente en la dirección donde se 
encuentra el receptor o receptores sin necesidad de transmitir energía en todas 
direcciones. En la Figura 2.14 se puede apreciar un claro ejemplo de 
“beamforming” ya que únicamente se transmite en dirección a los receptores.  
 
 
Fig 2.14: Concepto “beamforming” 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
 
Se debe tener en cuenta que el uso del “beamforming” dependerá de la 
distancia a la que se encuentren los receptores. A corto alcance, la potencia de 
la señal es suficiente como para que el SNR soporte las máximas velocidades. 
Para medio alcance, el uso del “beamforming” incrementa el rendimiento de la 
red inalámbrica. Y por último, a largas distancias, el “beamforming” no ofrece 
una gran mejora respecto a la antena direccional y la velocidad de transmisión 
será idéntica a la transmisión sin “beamforming”. 
 
Afortunadamente para el “beamforming”, es posible medir el canal y determinar 
el uso óptimo de la potencia disponible para dar cobertura a todos los 
receptores ubicados dentro del área de cobertura. La Figura 2.15 muestra un 
proceso de “beamforming” muy simplificado indicando únicamente los pasos 
más importantes. En la Figura 2.15, el AP envía datos de alto nivel, como 
paquetes IP, a un equipo. El proceso empieza midiendo el canal radio entre 
ambos dispositivos con un proceso de calibración. En general, el 
“beamforming” puede ser implícito o explícito. En el estándar IEEE 802.11ac 
solo puede ser explícito porque requiere de uso de tramas para medir el canal. 
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Después de medir el canal, el AP es capaz de actuar como un “beamformer” y 
enviar las tramas al portátil. Al finalizar con las transmisiones el portátil envía 
una trama acknowledgement (ACK) como requerimiento del estándar.  
 
 
Fig 2.15: Procedimiento de “beamforming” 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
 
Para dirigir una transmisión hacia una dirección en particular, el “beamforming” 
alterará sutilmente lo que transmite cada “array”. En la Figura 2.16 (a) 
transmiten todas las antenas en un mismo instante de tiempo y como resultado  
la radiación será simétrica en todas direcciones. En la Figura 2.16 (b) se aplica 
un desfase a cada elemento del “array” con el objetivo de seguir un orden en la 
transmisión y no provocar colisión. Como resultado, tenemos una cobertura 
asimétrica. El “beamforming” en el estándar IEEE 802.11ac es más complejo 
que en estos ejemplos porque opera dependiendo del transmisor y del 
receptor.   
 
 
Fig 2.16: Desfase entre antenas 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
CAPÍTULO 2. IEEE 802.11ac   23 
 
 
 
 
2.4.2. Null Data Packet (NDP) Beamforming in IEEE 802.11ac 
Para dar solución a los conflictos que hubo entre los vendedores para el uso 
del “beamforming”, en el estándar IEEE 802.11n, ya que existían varios 
métodos y no se produjo un acuerdo. En el estándar IEEE 802.11ac se utiliza 
un único método llamado “Null Data Packet (NDP) sounding”. 
 
Como se ha comentado previamente, el “beamforming” depende de los 
procesos de calibración para determinar a qué dirección debe radiar el AP. 
Este proceso de calibración es llamado, por el estándar IEEE 802.11ac, 
“Channel sounding”. Este procedimiento permite que se aprovechen los 
canales con mejor rendimiento evitando en todo momento aquellos canales de 
rendimiento débil. 
 
Matemáticamente, la habilidad de dirigir la energía se representa por las 
“steering matrix”, a la cual se le adjudica la letra Q en el estándar IEEE 
802.11ac. Estas matrices son usadas para representar la información de 
direccionamiento porque son una excelente herramienta para representar la 
respuesta frecuencial desde cada canal de transmisión sobre cada flujo. 
Naturalmente, después de aplicar el “steering matrix” para la transmisión de 
datos, dejará el “array” de antenas con un patrón de direccionamiento no 
omnidireccional.  
 
El procedimiento “channel sounding” se basa en cuatro pasos: 
 
1. El “beamformer” empieza el proceso transmitiendo una trama “Null Data 
Packet Announcement”.  
2. El “beamformer” sigue la transmisión con un “Null Data Packet” (NDP) 
con el objetivo de que el receptor pueda analizar los campos OFDM 
“training” del preámbulo para calcular la respuesta del canal.  
3. El beamformee analiza los campos “training” en el NDP recibido y 
calcula una matriz de feedback. La matriz de feedback, que es referida 
en el estándar IEEE 802.11ac con la letra V, permite al “beamformer” 
calcular la “steering matrix”. 
4. El “beamformer” recibe la “feedback matrix” y calcula la “steering matrix” 
para dirigir las transmisiones hacia el “beamformee”. 
 
Una vez construida la “steering matrix”, el “beamformer” puede transmitir las 
tramas en una dirección particular. Sin el “beamforming”, la energía se radia en 
todas direcciones de manera más o menos similar. A lo largo de cualquier 
dirección que se aleje del transmisor, el nivel de señal será similar (asumiendo 
una antena omnidireccional ideal). Si el transmisor aplica una matriz “steering”, 
el array enviará a una dirección más concentrada. En esta dirección, las 
diversas transmisiones del “array” se reforzaran para hacerse más fuertes y en 
otras direcciones las transmisiones del array interferirán entre ellas y serán más 
débiles. 
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El proceso “Channel sounding” requiere de un coste temporal porque se tiene 
que completar la medición del canal antes de realizar transmisiones 
“beamformed”. Si la ganancia de estas tramas “beamformed” no es 
suficientemente grande como para balancear el tiempo dedicado en la 
medición de canal, la velocidad de transmisión será más baja. 
Aproximadamente, un “sounding Exchange” requiere 500 µs. 
 
2.4.3. Multi-User (MU) Beamforming 
 
Para soportar el “beamforming” en transmisiones MU-MIMO se utiliza una 
versión extendida del intercambio “channel sounding”. Como muestra la Figura 
2.17, el proceso multiusuario “channel sounding” requiere de una respuesta de 
todos los “beamformees”. Cada “beamformee” aporta información en una 
“feedback matrix”, y el “beamformer” utiliza multiples “feedback matrix” para 
construir una “steering matrix”. 
 
 
Fig 2.17: Procedimiento de “beamforming” MU-MIMO 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
 
El procedimiento de “sounding” empieza con un “NDP Announcement” y un 
NDP para poder realizar el proceso de calibración. Para poder obtener la 
“feedback matrix” de cada “beamformee”, el proceso de “sounding” para 
transmisiones MU-MIMO se necesita una nueva trama, la trama “Beamforming 
Report Poll”.  
 
La Figura 2.17 muestra tres “beamformees”, es por esto que el “beamformer” 
debe usar dos tramas “Beamforming Report Poll” para obtener la “feedback 
matrix” del segundo y tercer “beamformee”. Después de obtener las múltiples 
respuestas, el “beamformer” las recoge y genera la “steering matrix”. 
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CAPÍTULO 3. ESCENARIO 
 
Los equipos que se han utilizado para poder llevar a cabo las pruebas que se 
comentan en el capítulo 4 son: 
- 2 Puntos de Acceso TP-LINK Archer C7 versión 2 (Anexo C.2). Capaz 
de operar con los estándares IEEE 802.11 a/b/g/n/ac, con una tasa 
máxima de 1300 Mbits por segundo en la banda 5 GHz y de 450 Mbits 
por segundo en la banda 2.4 GHz. 
- 4 adaptadores TP-LINK T4U (Anexo C.1). Compatible con los mismos 
estándares que el punto de acceso (IEEE 802.11 a/b/g/n/ac). 
- 4 Raspberries Pi 3. Este computador de placa reducida soporta Wi-Fi 
IEEE 802.11n. Para ello es necesaria la utilización de los adaptadores 
con tarjetas de red compatibles con el estándar IEEE 802.11ac. 
Se han probado diversas configuraciones en entornos interiores y exteriores 
para las cuales ha sido necesaria la preparación que se comenta a 
continuación. 
En primer lugar, se explica cómo instalar el Sistema Operativo (S.O.) Linux en 
una Raspberry. Para poder realizar dichas pruebas no era sumamente 
necesario modificar el S.O. que viene por defecto, pero por comodidad se ha 
preferido instalar Ubuntu mate ya que durante el grado ha sido con el S.O. que 
más se ha interactuado.  
En segundo lugar, se explica cómo se han instalado los drivers del adaptador 
USB en la Raspberry. Este proceso, por mi parte, no ha sido tarea fácil. Tras 
diferentes intentos, se logró una versión del driver compatible con el sistema 
operativo instalado. 
Por último, se explica cómo cambiar el firmware del router. Ha sido necesario 
cambiar el firmware debido a las limitaciones del sistema que venía de fábrica. 
Por ejemplo, el sistema original no daba la posibilidad de fijar el ancho de 
banda del canal en la banda de 5 GHz. 
3.1 Software en Raspberry Pi 3 
 
Para instalar un S.O. en nuestra Raspberry se deben de seguir los siguientes 
pasos: 
- En primer lugar, se debe formatear la tarjeta SD. Para ello existen varios 
programas. En este caso, se utilizó el programa SDFormatter V4.0. 
Únicamente debemos seleccionar la tarjeta que queremos formatear y 
darle al botón “Format”.  
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Fig 3.1: SDFormatter 
 
 
- Por último, para poder grabar la imagen, en formato .img, en nuestra 
tarjeta SD es necesario un programa que así lo permita. En este caso, 
se ha utilizado el Win32 Disk Imager. Para ello, únicamente 
seleccionamos la tarjeta SD y el sistema operativo que queremos 
grabar. Una vez seleccionados ambos, hacemos clic en el botón “Write”. 
 
 
Fig 3.2: Win32 Disk Imager 
 
3.2 Drivers adaptador en Linux 
 
Para poder instalar los Drivers del adaptador al equipo, con un Sistema 
Operativo de Linux, es necesario que el Kernel se encuentre en los márgenes 
2.6.18 ~ 3.19.3. El problema ha sido que los S.O. de Linux para la Raspberry Pi 
3 requerían un Kernel superior. 
Después de probar con varios sistemas operativos e intentar bajar el Kernel 
manualmente para poder instalar los drivers, se descubrió que una persona 
había hecho compatible los drivers del adaptador para cualquier versión de 
Kernel. De esta manera, solamente había que seguir cuatro sencillos pasos 
[15]: 
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1. uname –a  
2. wget 
https://dl.dropboxusercontent.com/u/80256631/8812au-
4.1.18-v7-845.tar.gz 
3. tar xzf 8812au-4.1.18-v7-845.tar.gz 
4. ./install.sh 
El primer paso nos permite conocer la versión de Kernel que utiliza nuestro 
equipo con un S.O. de Linux. Una vez conozcamos nuestra versión de Kernel, 
nos permitire descargarnos los drivers para nuestra versión. Para ello, 
tendremos que modificar los parámetros en negrita en el paso 2 y poner 
nuestra versión. En tercer lugar, descomprimimos el archivo .tar.gz que nos 
hemos descargado. Y por último, instalamos los drivers en nuestro PC. 
 
 
Fig 3.3: Adaptador USB T4U 
3.3 Firmware router 
 
El firmware que utiliza de fábrica el Router TP-Link Archer c7 no permite fijar el 
ancho de banda del canal a 5 GHz. Para resolver este problema es necesario 
actualizar el firmware por un modelo que sí lo permita.  
La Figura 3.4 muestra como en la banda de los 5 GHz no podemos modificar el 
ancho de banda del canal debido a que el firmware del router no lo permite. 
 
Fig 3.4: Firmware router original 
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Cambiamos el firmware original del router sustituyéndolo por la distribución de 
GNU/Linux OpenWrt [14].  
Siguiendo los pasos de la web del proyecto OpenWRT dedicada al modelo de 
TP- LINK [17], nos encontramos con el inconveniente que el fabricante ya no 
permite la sustitución del firmware del router archer C7 v2 por uno “no original”, 
ni la desactualización de éste, mediante la interface web. Por tanto, 
investigando en algunos foros webs, donde otros usuarios han tenido el mismo 
problema, se pudo dar con la solución. 
Siguiendo los pasos marcados por uno de los usuarios, se ha conseguido 
realizar un “downgrade” del router a la versión del firmware original, v150304, 
que sí permite reemplazar el firmware por uno “no original” [15]. 
Se cambia el firmware de fábrica por el OpenWrt mediante el interface web. 
Pero el nuevo firmware no dispone de servicio web. No obstante, es posible 
activarlo por vía SSH [16], mediante los siguientes comandos [18]: 
1. opkg update  
 
2. opkg install luci 
 
3. /etc/init.d/uhttpd start 
 
4. /etc/init.d/uhttpd enable 
 
Tras cambiar el firmware del router, ahora sí podemos modificar el ancho de 
banda del canal como muestra la Figura 3.5. 
 
Fig 3.5: Firmware router OpenWrt 
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           Fig 3.6: Router TP-Link Archer C7 
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CAPÍTULO 4. MEDIDAS Y RESULTADOS 
 
En este capítulo se muestran los resultados obtenidos de las diferentes 
pruebas llevadas a cabo y, además, una demostración teórica de la relación 
entre el ancho de banda y el SNR mediante la fórmula de Shannon.  
La primera prueba consiste en analizar el rendimiento de la red en interior y 
exterior mediante diferentes estándares, el estándar  IEEE 802.11ac y 802.11n, 
éste último en ambas bandas de frecuencias (2.4 GHz y 5 GHz). La segunda 
prueba consiste en analizar el comportamiento de la red cuando está formada 
por más de un receptor. La tercera prueba consiste en analizar  cómo afectan 
las interferencias por canal adyacente y por solapamiento total del canal al 
estándar IEEE 802.11ac. 
 
4.1.  Cálculo throughput 
 
Para realizar el cálculo de throughput en función del SNR, se ha utilizado la 
fórmula de Shannon: 
𝐶 = 𝐵 × log2(1 + 𝑆𝑁𝑅) 
En la anterior expresión “C” indica el caudal, también llamado throughput, y “B” 
el ancho de banda. Se debe tener en cuenta que el SNR se empleará en lineal.  
Hay que tener en cuenta que al doblar el ancho de banda se reduce 3 dB el 
SNR debido a que la potencia de transmisión sigue siendo la misma y, por 
tanto, al doblar el ancho de banda cómo la potencia media es la misma (Anexo 
D), el SNR se verá afectado.  
En la Figura 4.1 se muestra el throughput en función del SNR y el ancho de 
banda. Hemos utilizado como referencia el SNR obtenido con un ancho de 
banda de 20 MHz y se ha adaptado para los anchos de banda de 40 MHz y 80 
MHz. Se ha realizado los cálculos para determinar en qué casos sería más 
rentable utilizar un ancho de banda u otro en función del SNR, ya que como 
todos sabemos el espectro de radiofrecuencia es un bien muy preciado.  
Aplicando la fórmula de Shannon, independientemente del SNR recibido, es 
mejor utilizar el mayor ancho de banda posible, aunque ello implique empeorar 
el SNR. Esto implica que el impacto del ancho de banda es mucho más grande 
que el del SNR de acuerdo a la fórmula de Shannon. 
Como se puede apreciar en la Figura 4.1, se ha obtenido una curva 
exponencial. En caso de haber representado el SNR en escala lineal, la gráfica 
sería logarítmica.  
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Fig. 4.1: Gráfica throughput Shannon 
 
En conclusión, utilizar un menor ancho de banda requiere tener más SNR para 
obtener el mismo throughput durante la transmisión. En caso de tener más 
SNR, para obtener un cierto throughput, puedes utilizar un ancho de banda 
menor. En la práctica, como se explica en los siguientes apartados, veremos 
que estas conclusiones no son siempre válidas. 
 
4.2.  Evaluación del throughput respecto a la distancia 
 
Para realizar las medidas de throughput en función de la distancia se han 
utilizado los equipos y los materiales siguientes: 2 PC’s con S.O. Linux, un 
router TP-Link compatible con el estándar IEEE 802.11ac, un adaptador USB 
(T4U) TP-Link con una tarjeta de red Link compatible con el estándar IEEE 
802.11ac y un cable Ethernet Cat. 5E de 4 pares. 
Se ha utilizado la herramienta iperf para medir el throughput entre dos PC’s, 
utilizando el protocolo TCP. 
El escenario que se ha utilizado está formado por un PC conectado al punto de 
acceso Wi-Fi mediante un cable Ethernet y otro PC conectado vía Wi-Fi 
mediante el adaptador USB, tal y como se muestra en la Figura 4.2.  
Después de analizar los diferentes escenarios (PC conectado al punto de 
acceso actuando como servidor y PC conectado vía Wi-Fi como cliente, y 
viceversa) posibles con el objetivo de obtener el mejor rendimiento, se ha 
podido comprobar que la máxima velocidad de transmisión se obtiene en la 
dirección uplink. Por este motivo, el PC conectado al router vía Ethernet va a 
hacer de servidor y el PC conectado vía Wi-Fi actuará de cliente. 
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Fig 4.2: Escenario para realizar la evaluación del throughput 
Para determinar que en dirección uplink se obtiene un mejor throughput se han 
tenido que realizar pruebas en el laboratorio mediante el protocolo UDP, que a 
diferencia del protocolo TCP, es un protocolo no orientado a conexión. Para 
realizar dichas pruebas se ha utilizado el mismo escenario que aparece en la 
Figura 4.2 a una distancia de 5 metros entre los PC’s. Utilizando el estándar 
IEEE 802.11ac para un ancho de banda de 20 MHz, 40 MHz y 80 MHz, a la 
mínima potencia de transmisión AP, equivalente a 0 dBm, en todos los casos. 
Los resultados obtenidos en ambas direcciones son los mostrados en la Tabla 
4.1 y Tabla 4.2: 
DOWNLINK: 
20 MHz Pot. Mínima 40 MHz Pot. mínima 80 MHz Pot. Mínima 
59.9 Mbits/s 111 Mbits/s 185 Mbits/s 
Tabla 4.1: Throughput downlink UDP 
 
UPLINK: 
20 MHz Pot. Mínima 40 MHz Pot. mínima 80 MHz Pot. Mínima 
114 Mbits/s 243 Mbits/s 334 Mbits/s 
Tabla 4.2: Throughput uplink UDP 
Tras realizar las pruebas en el laboratorio y averiguar que en dirección uplink 
se obtiene un mayor throughput, se llevaron a cabo las medidas en exterior e 
interior. En ambas medidas veremos los resultados obtenidos mediante el uso 
del estándar IEEE 802.11ac. En segundo lugar, los resultados obtenidos con el 
estándar IEEE 802.11n en 2.4 GHz. Y por último, con el estándar IEEE 
802.11n, pero esta vez, en 5 GHz. 
Un detalle importante a tener en cuenta es que el firmware del router no da la 
posibilidad de fijar ni el MCS ni el número de flujos. También se debe tener en 
cuenta la velocidad máxima teórica a la que puede trabajar: en la banda de 5 
GHz 1300 Mbits por segundo y en la banda de 2.4 GHz 450 Mbits por segundo. 
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4.2.1. Entorno interior 
 
Las medidas de throughput en función de la distancia en un entorno interior han 
sido realizadas en el sótano de la EETAC con el objetivo de limitar la influencia 
de la interferencia. Se debe tener en cuenta que el alcance máximo, limitado 
por el tamaño del sótano, es de 115 metros.  
4.2.1.1. Estándar IEEE 802.11ac  
 
Para realizar la prueba de la evolución del throughput respecto a la distancia 
mediante el estándar IEEE 802.11ac se han realizado cuatro configuraciones 
diferentes. En todas ellas se ha fijado un número de canal ya que, en esta 
banda, el número de canales es elevado y puede haber mucha variación en los 
resultados obtenidos respecto al uso del canal automático. Para realizar las 
pruebas se ha utilizado el canal 36, equivalente a una frecuencia central de 
5.18 GHz. La elección del canal se puede realizar a través del firmware del 
router. Para prevenir la posibilidad de que nuestro equipo se conecte a la red 
IEEE 802.11n a 2.4 GHz, se deberá deshabilitar.  
 
Para obtener las cuatro configuraciones, se ha ido modificando la potencia de 
transmisión del router y el ancho de banda del canal. 
 
En la primera configuración, correspondiente al gráfico de color azul de la 
Figura 4.3, se ha utilizado un ancho de banda de 20 MHz y la mínima potencia 
que ofrece el firmware del router, 0 dBm.  
 
En la segunda, correspondiente al gráfico de color rojo de la imagen, se utiliza 
un ancho de banda de 20 MHz y la máxima potencia, 23 dBm.  
 
En la tercera, correspondiente al gráfico de color verde de la imagen, un ancho 
de banda de 40 MHz y mínima potencia. 
  
Y por último, correspondiente al gráfico de color morado de la imagen, un 
ancho de banda de 80 MHz y mínima potencia. 
  
Debido a las limitaciones del router, no permite utilizar un ancho de banda de 
160 MHz. 
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Fig 4.3: IEEE 802.11ac interiores 
Analizando los resultados, se puede apreciar cómo se ha obtenido un mejor 
throughput a corta distancia y un menor alcance de cobertura a medida que se 
ha aumentado el ancho de banda del canal. Adicionalmente, como era de 
esperar, se ha comprobado que incrementando la potencia de transmisión del 
AP el alcance de cobertura ha aumentado 25 metros, teniendo en cuenta las 
limitaciones de alcance del sótano, ya que es posible que la diferencia entre 
ambos fuera mayor. 
Comparando los resultados obtenidos a 20 MHz con la máxima y la mínima 
potencia podemos apreciar que, a menor potencia (hasta los 85 metros) la 
velocidad de red es mayor en gran parte del recorrido. Esto se debe 
seguramente a que, a mayor potencia, la onda directa (major path) es recibida 
a gran potencia en comparación con las ondas reflejadas (minor path) 
provocando que las ondas reflejadas pasen desapercibidas por el receptor y 
dificultando así la aplicación de técnicas MIMO. 
Partiendo de los resultados obtenidos a mínima potencia y usando anchos de 
banda de 20MHz, 40 MHz, y 80MHz podemos concluir que utilizar un ancho de 
banda de 20 MHz proporciona un aumento en el alcance de cobertura de 15 
metros respecto a un ancho de banda de 40 MHz y un aumento de 25 metros 
respecto a un ancho de banda de 80MHz. Esto sucede porque a medida que 
aumentamos el ancho de banda del canal, el SNR disminuye. Esto se debe a 
que la potencia de transmisión es la misma en todos los casos y, por tanto, al 
distribuir la misma potencia en un ancho de banda mayor, el nivel de señal 
respecto al ruido disminuye 3 dB cada vez que se dobla el ancho de banda del 
canal.  
Este caso es un claro ejemplo para explicar por qué motivo no se cumple la 
condición de Shannon. Según la fórmula de Shannon, vista anteriormente, 
siempre obtendrá un mejor rendimiento de la red aquella que utilice un mayor 
ancho de banda. Pero, como podemos comprobar, será necesario un SNR 
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mínimo para poder decodificar, y este SNR mínimo se deja de cumplir antes 
para mayores anchos de banda. 
Para distancias cortas, como muestra la Figura 4.3, se obtiene un mejor 
rendimiento de la red contra mayor ancho de banda se utilice, pero a medida 
que nos vamos alejando es necesario reducirlo, ya que en caso de mantenerlo 
estaríamos limitando nuestro rango de cobertura. 
En conclusión, los resultados que se han obtenido han sido lógicos ya que han 
cumplido con las expectativas, teniendo en cuenta algunas de las limitaciones 
del router. No obstante, en la imagen se puede contemplar que la curvatura 
que se esperaba tener a priori, no es ideal. Esto es debido a que al ser una 
zona limitada de espacio, las paredes han causado que las señales fueran 
rebotadas, provocando así que la señal fuera recibida a mayor potencia, en 
algunos tramos del recorrido, a medida que nos íbamos alejando del AP. 
4.2.1.2. Estándar IEEE 802.11n banda 2.4 GHz  
 
Para realizar la prueba de la evolución del throughput respecto a la distancia 
mediante el estándar IEEE 802.11n a 2.4 GHz se han utilizado tres 
configuraciones diferentes, sin asignar un canal manualmente, es decir, es el 
propio router quien se encarga de asignar el canal más óptimo teniendo en 
cuenta factores externos. Igual que en la prueba anterior, se ha ido modificando 
la potencia de transmisión y el ancho de banda del canal. Además, para evitar 
que el PC conectado vía Wi-Fi se conecte a la red  IEEE 802.11ac, se ha 
deshabilitado. 
En la primera configuración, correspondiente al gráfico de color azul de la 
Figura 4.4, se ha utilizado un ancho de banda de 20 MHz a mínima potencia, 0 
dBm. 
En la segunda, correspondiente al gráfico de color rojo, se ha utilizado un 
ancho de banda de 20 MHz pero a máxima potencia, 20 dBm.  
Y por último, correspondiente al gráfico de color verde, se ha utilizado un ancho 
de banda de 40 MHz a mínima potencia. 
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Fig 4.4: IEEE 802.11n 2.4 GHz indoor 
Tras los resultados obtenidos, en comparación al estándar IEEE 802.11ac, se 
puede comprobar que a menor frecuencia la atenuación también es menor. 
Este fenómeno también se podrá comprobar, posteriormente, realizando la 
comparación entre el estándar IEEE 802.11n a 2.4 GHz y el estándar IEEE 
802.11n a 5 GHz. Esto se debe a que aun realizando las pruebas en el sótano, 
coexisten más redes Wi-Fi vecinas en comparación con la banda de 5 GHz, 
como por ejemplo, la red Wi-Fi de la UPC-EETAC o la eduroam. A causa de 
estas interferencias el SNR disminuye, provocando así que el throughput sea 
peor y que el alcance de cobertura sea menor al esperado. De hecho, 
conseguir un ancho de banda de 40 MHz no ha sido tarea fácil debido a las 
interferencias. Es por esto que el alcance de cobertura a 40 MHz es inferior que 
en el estándar IEEE 802.11ac y IEEE 802.11n en la banda de los 5 GHz 
utilizando un ancho de banda de 40 MHz. 
Como ha ocurrido en el estándar IEEE 802.11ac, los rebotes de las señales 
han provocado que durante partes del recorrido se haya adquirido mayor 
potencia de la señal a medida que nos alejábamos de AP. 
Conceptualmente se esperaba que el alcance fuera mayor en comparación al 
estándar IEEE 802.11ac y IEEE 802.11n en la banda de 5 GHz, como se ha 
comentado anteriormente. Partiendo de los resultados obtenidos por el 
estándar IEEE 802.11ac, tampoco se esperaba que se adquiriera un mejor 
throughput a corta distancia para un ancho de banda de 20 MHz a máxima 
potencia que para un ancho de banda de 20 MHz a mínima potencia.  
4.2.1.3. Estándar IEEE 802.11n banda 5 GHz  
 
En este caso se han realizado exactamente las mismas configuraciones que en 
el caso anterior pero modificando la banda de frecuencia y la potencia máxima.  
Durante esta prueba estamos realizando las medidas en la banda de 5 GHz y 
se utiliza una potencia máxima de 23 dBm. 
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Fig 4.5: IEEE 802.11n 5 GHz indoor 
Si lo comparamos con los resultados adquiridos usando el estándar IEEE 
802.11ac podemos contemplar que utilizando el estándar IEEE 802.11n a 5 
GHz se obtiene un peor throughput. Aunque ambos estándares están 
trabajando en la misma frecuencia hay otros factores, como por ejemplo la 
modulación, que ocasionan una mejora en la velocidad de transmisión en el 
estándar IEEE 802.11ac. Además, a diferencia del estándar IEEE 802.11ac, 
utilizar un ancho de banda de 20 MHz a mínima potencia provoca que haya un 
peor throughput durante todo el recorrido en comparación a utilizar la máxima 
potencia. 
Por otro lado en comparación a los resultados adquiridos por el estándar IEEE 
802.11n a 2.4 GHz se ha obtenido un mayor throughput, pero en cambio una 
menor área de cobertura al utilizar un ancho de banda de 20 MHz a mínima 
potencia. No obstante, se ha obtenido un mayor alcance a 40 MHz, debido a 
las dificultades que habido en el anterior caso para conseguir un ancho de 
banda de estas dimensiones. 
En conclusión, los resultados han cumplido con lo esperado. Por último, añadir 
que no se han obtenido tantas variaciones de throughput durante todo el 
recorrido como en las anteriores medidas. 
4.2.2. Entorno exterior 
Las medidas de throughput en función de la distancia en exterior han sido 
realizadas cerca de la EETAC. En la Figura 4.6 podemos apreciar el recorrido 
realizado durante las medidas. La ruta marcada por la línea es de 175 metros 
que corresponde a la máxima distancia a la cual se ha llegado en una de las 
medidas que se comentará a continuación.  
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Fig 4.6: Recorrido outdoor 
En esta prueba, se han realizado las mismas configuraciones que en las 
medidas en interior. Únicamente, se ha cambiado la ubicación del router que 
estaba situado en el suelo durante las medidas en el interior y se ha situado a 
medio metro del suelo en las medidas en el exterior. Es un detalle importante a 
considerar ya que el alcance y los resultados pueden variar considerablemente 
según la ubicación del router debido a que en la tecnología MIMO se tienen en 
cuenta las ondas secundarias y los rebotes de las distintas señales pueden 
cambiar drásticamente el rendimiento de la red.  
4.2.2.1. Estándar IEEE 802.11ac 
 
Realizando las mismas pruebas que las comentadas en el apartado 4.2.1.1, en 
esta sección se presentan los resultados para el estándar IEEE 802.11ac en 
entorno exterior: 
 
Fig 4.7: IEEE 802.11ac outdoor 
Aunque 5 GHz sea una banda con menos ruido que la correspondiente a 2.4 
GHz, también hay redes Wi-Fi que utilizan esta banda. Un ejemplo de ello lo 
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encontramos en la red de la UPC-EETAC que dispone de una WLAN 
trabajando en la banda de 5 GHz, con mejor cobertura en el escenario exterior 
que en el sótano. Por esta razón, a medida que vamos utilizando más ancho de 
banda, el nivel de interferencias aumenta considerablemente provocando que 
el SNR sea más bajo. Es por esto que al utilizar un ancho de banda de 20 MHz, 
40 MHz u 80 MHz, en exteriores, la diferencia respecto al alcance de cobertura 
es mayor en comparación a los resultados obtenidos en interiores. Por ejemplo, 
mientras que en interior la diferencia entre usar un ancho de banda de 20 MHz 
a utilizar un ancho de banda de 40 MHz es de 15 metros en exterior es de 30 
metros. Siguiendo con la comparación entre los resultados obtenidos en interior 
y en exterior, comprobamos que tanto la velocidad como el rango de cobertura 
han disminuido debido a las interferencias. Asimismo, vuelve a ocurrir que al 
utilizar un ancho de banda de 20 MHz a máxima potencia se obtiene un peor 
throughput, a corto alcance, que al utilizar la mínima potencia por el mismo 
motivo explicado anteriormente para el escenario interior. Por último, los 
resultados en exterior no presentan tantas irregularidades de potencia de la 
señal a medida que nos alejamos del AP porque la propagación en exterior es 
más estable que la de interior. 
Se puede concluir que los resultados adquiridos han sido los esperados. 
4.2.2.2. Estándar IEEE 802.11n banda 2.4 GHz 
 
Realizando las mismas pruebas que las comentadas anteriormente en el 
apartado 4.2.1.2, en esta sección se presentan los resultados para el estándar 
IEEE 802.11n en la banda 2.4 GHz en entorno exterior: 
 
Fig 4.8: IEEE 802.11n 2.4 GHz outdoor 
Como se puede percibir comparando la banda de 2.4 GHz con la banda de 5 
GHz, la banda de 2.4 GHz es más propensa a interferencias. Esta es una de 
las razones, por la cual se obtiene un peor throughput en la banda de 2.4 GHz 
que en la de 5 GHz utilizando el estándar IEEE 802.11n como veremos 
después. 
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En exterior no ha sido posible adquirir un ancho de banda de 40 MHz debido a 
las interferencias, ya que para usar un ancho de banda de 40 MHz es 
necesario que el espectro radio permanezca libre, es decir, que haya el menor 
nivel de interferencia posible. Es por esta razón que tanto fijando un ancho de 
banda de 20 MHz como de 40 MHz desde el AP, el throughput sea 
prácticamente igual en ambos casos.  
También hemos podido comprobar que el radio de cobertura es menor en las 
pruebas realizadas en el exterior que en interior debido a las interferencias.  
En conclusión, ha sorprendido que no se haya podido obtener un ancho de 
banda de 40 MHz, tras repetir las pruebas varias veces, y que a corta distancia 
se obtenga un mayor throughput utilizando un ancho de banda de 20 MHz a 
máxima potencia que a mínima potencia. 
4.2.2.3. Estándar IEEE 802.11n banda 5 GHz 
 
Partiendo de la misma configuración que la comentada en el apartado 4.2.1.3, 
en esta sección se presentan los resultados para el estándar IEEE 802.11n en 
la banda 5 GHz en entorno exterior: 
 
Fig 4.9: IEEE 802.11n 5 GHz outdoor 
Como podemos apreciar, por la diferencia de throughput al utilizar un ancho de 
banda de 20 MHz y 40 MHz, sí ha sido posible adquirir un ancho de banda de 
40 MHz. Este fenómeno es un claro ejemplo de las interferencias que puede 
haber en exteriores comparando una banda con otra. No obstante, utilizar un 
ancho de banda de 20 MHz o de 40 MHz en exteriores, afectará más en el 
alcance que en interiores, provocando así que, a medida que utilizamos más 
espectro del canal radio, las interferencias afecten más a nuestras 
transmisiones. Este hecho sucede porque el canal radio está más ocupado que 
en entornos interiores. También podemos comprobar que obtenemos un peor 
throughput a corto alcance utilizando un ancho de banda de 20 MHz a máxima 
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potencia que a mínima potencia. Este fenómeno, por lo explicado 
anteriormente en el apartado 4.2.1.1, es lógico ya que cuando tenemos un 
dispositivo a corta distancia del AP no es necesario aumentar nuestra potencia 
de transmisión. De hecho, si aumentamos nuestra potencia y todos los 
dispositivos de la red se encuentran a poca distancia del AP no estamos 
creando una red eficiente porque al aumentar nuestra potencia de transmisión 
innecesariamente provocamos mayor colisión con otras redes.  
Por lo tanto, podemos concluir que en exterior se han obtenido los resultados 
previstos a priori. 
 
4.3.  Evaluación del throughput respecto al número de 
clientes 
 
Para medir el throughput en función del número de clientes se ha utilizado un 
PC portátil y cuatro Raspberries Pi 3. Como muestra el siguiente escenario: 
 
Fig 4.10: Escenario multi-usuario 
 
Estas pruebas han sido realizadas en el laboratorio 325 de la EETAC. Se ha 
medido el throughput para uno, dos, tres y cuatro clientes, respectivamente, 
tanto en dirección uplink como en dirección downlink, utilizando el estándar 
IEEE 802.11ac y IEEE 802.11n a 5 GHz con un ancho de banda de canal de 20 
MHz y a mínima potencia, es decir, 0 dBm, usando el canal 36 en ambos 
casos, equivalente a una frecuencia central de 5.18 GHz. Para poder medir el 
thoughput con más de un cliente, ha sido necesario especificar un puerto para 
cada una de las transmisiones ya que ha sido necesario utilizar un servidor 
para cada uno de los clientes que forman la red. 
 
En primer lugar se muestran los resultados obtenidos por el estándar IEEE 
802.11ac, mientras que en segundo lugar se presentan los resultados 
obtenidos por el estándar IEEE 802.11n a 5 GHz.  
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4.3.1. IEEE 802.11ac 
El objetivo de estas medidas es poder apreciar las ventajas de la tecnología 
MU-MIMO, presente en la especificación del estándar IEEE 802.11ac para las 
transmisiones en dirección downlink.  
4.3.1.1.Uplink 
 
Fig 4.11: IEEE 802.11ac multi-user uplink (throughput vs clients) 
 
En la Figura 4.11 se muestra el throughput (Mbits/sec) obtenido 
individualmente por cada receptor, y en la parte superior se indica el throughput 
total equivalente a la suma de throughput de cada receptor. 
  
Tras los resultados del estándar IEEE 802.11ac en sentido uplink, se puede 
comprobar cómo el throughput de la red se reparte equitativamente entre los 
diferentes clientes que forman la red. 
4.3.1.2. Downlink 
 
 
Fig 4.12: IEEE 802.11ac multi-user downlink (throughput vs clients) 
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En la Figura 4.12 se muestra el throughput (Mbits/sec) obtenido 
individualmente por cada receptor, y en la parte superior se indica el throughput 
total equivalente a la suma de throughput de cada receptor. 
 
En dirección downlink el throughput no está repartido tan equitativamente como 
en dirección uplink. Esto sucede porque el AP al transmitir ofrece un mejor 
rendimiento a los clientes que ha considerado “mejores”, ya sea porque están 
un poco más cerca del AP o porque hay menos obstáculos en la trayectoria, y 
es por ello que les ofrece una mejor calidad. Se debe tener en cuenta que las 
medidas fueron realizadas en el laboratorio y es una zona donde es posible 
que haya equipos u objetos que causen estos efectos de obstaculización. 
Teóricamente, en caso de que el router soportara MU-MIMO, veríamos una 
mejor eficiencia de la red ofreciendo a los clientes un mejor throughput, ya que 
todos podrían recibir datos de manera simultánea. 
4.3.2. IEEE 802.11n a 5 GHz 
También realizaremos las mismas medidas para el estándar IEEE 802.11n a 5 
GHz. De esta manera, podremos comparar entre un estándar y otro. 
4.3.2.1. Uplink 
 
 
Fig 4.13: IEEE 802.11n 5 GHz multi-user uplink (throughput vs clients) 
En la Figura 4.13 se muestra el throughput (Mbits/sec) obtenido 
individualmente por cada receptor, y en la parte superior se indica el throughput 
total equivalente a la suma de throughput de cada receptor. 
 
Como ha sucedido con el estándar IEEE 802.11ac en dirección uplink, el 
throughput se ha repartido entre los diferentes clientes de manera equilibrada.  
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4.3.2.2. Downlink 
 
 
Fig 4.14: IEEE 802.11n 5 GHz multi-user downlink (throughput vs clients) 
En la Figura 4.14 se muestra el throughput (Mbits/sec) obtenido 
individualmente por cada receptor, y en la parte superior se indica el throughput 
total equivalente a la suma de throughput de cada receptor. 
 
El throughput en dirección downlink mediante el uso del estándar IEEE 802.11n 
a 5 GHz, en comparación al IEEE 802.11ac, se ha repartido más 
equitativamente.  
 
4.4. Interferencia entre canales 
 
En esta sección se explican los resultados obtenidos tras analizar el 
comportamiento de dos redes WLAN que colisionan entre sí, ya que se 
encuentran en un mismo rango de cobertura. Para poder analizar este 
fenómeno se consideran dos escenarios. En el primer caso, ambas redes 
opera utilizando MCS similares, ya que tanto el receptor como el transmisor se 
encuentran en las mismas condiciones, es decir, sin obstáculos que puedan 
obstruir significativamente en la trayectoria de la señal de transmisión. En el 
segundo caso, las redes inalámbricas trabajan a diferente MCS, debido a que 
en una de las redes se dificulta la transmisión y no se mantiene la línea de 
visibilidad directa, también llamada line of sight (LOS), entre transmisor y 
receptor, dando como resultado una velocidad notablemente menor. En la 
Figura 4.15 se muestra el escenario que ha sido utilizado para ambos casos. 
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Fig 4.15: Escenario interferencia entre canales 
Las condiciones que se han impuesto para realizar las pruebas en ambos 
casos han sido: 
1. Las transmisiones se han realizado en dirección downlink. De esta 
manera, se ha podido regular la potencia de transmisión desde el router.  
2. La potencia de transmisión utilizada ha sido de 0 dBm. 
3. Las pruebas han sido realizadas en el laboratorio 325 de la EETAC. 
4. El estándar utilizado para ambas redes WLAN ha sido el IEEE 802.11ac. 
5. Las medidas se han llevado a cabo invirtiendo configuraciones de los AP 
y conexiones. De esta manera incrementa la fiabilidad de los resultados 
obtenidos. 
Antes de realizar las medidas ha sido necesario analizar la frecuencia mínima y 
máxima para cada uno de los canales y anchos de banda posibles. De esta 
manera, podemos saber qué banda del espectro estamos utilizando en todo 
momento. Esto se muestra en la Tabla 4.3: 
Canal 20 MHz 40 MHz 80 MHz 
36 fmin: 5.17 GHz 
fc: 5.18 GHz 
fmax: 5.19 GHz 
fmin: 5.17 GHz 
fc: 5.19 GHz 
fmax: 5.21 GHz 
fmin: 5.17 GHz 
fc: 5.21 GHz 
fmax: 5.25 GHz 
40 fmin: 5.19 GHz 
fc: 5.2 GHz 
fmax: 5.21 GHz 
fmin: 5.17 GHz 
fc: 5.19 GHz 
fmax: 5.21 GHz 
fmin: 5.17 GHz 
fc: 5.21 GHz 
fmax: 5.25 GHz 
44 fmin: 5.21 GHz 
fc: 5.22 GHz 
fmax: 5.23 GHz 
fmin: 5.21 GHz 
fc: 5.23 GHz 
fmax: 5.25 GHz 
fmin: 5.17 GHz 
fc: 5.21 GHz 
fmax: 5.25 GHz 
48 fmin: 5.23 GHz 
fc: 5.24 GHz 
fmax: 5.25 GHz 
fmin: 5.21 GHz 
fc: 5.23 GHz 
fmax: 5.25 GHz 
fmin: 5.17 GHz 
fc: 5.21 GHz 
fmax: 5.25 GHz 
52 fmin: 5.25 GHz 
fc: 5.26 GHz 
fmax: 5.27 GHz 
fmin: 5.25 GHz 
fc: 5.27 GHz 
fmax: 5.29 GHz 
fmin: 5.25 GHz 
fc: 5.29 GHz 
fmax: 5.33 GHz 
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56 fmin: 5.27 GHz 
fc: 5.28 GHz 
fmax: 5.29 GHz 
fmin: 5.25 GHz 
fc: 5.27 GHz 
fmax: 5.29 GHz 
fmin: 5.25 GHz 
fc: 5.29 GHz 
fmax: 5.33 GHz 
60 fmin: 5.29 GHz 
fc: 5.3 GHz 
fmax: 5.31 GHz 
fmin: 5.29 GHz 
fc: 5.31 GHz 
fmax: 5.33 GHz 
fmin: 5.25 GHz 
fc: 5.29 GHz 
fmax: 5.33 GHz 
64 fmin: 5.31 GHz 
fc: 5.32 GHz 
fmax: 5.33 GHz 
fmin: 5.29 GHz 
fc: 5.31 GHz 
fmax: 5.33 GHz 
fmin: 5.25 GHz 
fc: 5.29 GHz 
fmax: 5.33 GHz 
 
Tabla 4.3: Canal vs ancho de banda 
Se debe tener en cuenta que para la realización de estas pruebas se ha cogido 
como referencia el artículo que aparece en la bibliografía de este documento 
[20]. 
4.4.1. Interferencia entre canales con mismo MCS 
En esta sección se explica el efecto que sufre el estándar IEEE 802.11ac 
contra la interferencia por canal adyacente y por solapamiento total del canal, 
siempre manteniendo la misma calidad en las transmisiones de ambas redes.  
Para que las transmisiones de ambas redes obtengan MCS comparable se ha 
mantenido la línea de visibilidad directa entre transmisor y receptor, y se ha 
ubicado el receptor a poca distancia de su respectivo transmisor. De esta 
manera, se puede asegurar que el MCS utilizado en las transmisiones es el 
que ofrece un mejor rendimiento de la red, teniendo en cuenta las limitaciones 
del router.  
El objetivo de estas pruebas es analizar el comportamiento del estándar IEEE 
802.11ac contra la interferencia entre canales adyacentes y la interferencia que 
proporciona una red a la otra cuando existe solapamiento total de los canales, 
es decir, que la red que utilice un menor ancho de banda del canal utilizará 
canales que están siendo usados por la red con mayor ancho de banda, y en 
caso de que ambas redes utilicen un mismo ancho de banda compartirán todos 
los canales de transmisión. Otro de los casos, que desde un principio se quería 
analizar, es el solapamiento parcial de canales, es decir, que la red que utiliza 
un menor ancho de banda del canal no colisiona con todos los canales que 
están siendo utilizados por la red con mayor ancho de banda. No obstante, el 
router no permite tal configuración. 
Las tablas que vienen a continuación (Tabla 4.4 y Tabla 4.5) reflejan el 
escenario utilizado donde se indica la configuración utilizada para cada uno de 
APs, es decir, el canal y el ancho de banda utilizado (la frecuencia mínima y 
máxima de cada configuración del router está indicada en la tabla 4.3). 
Además, muestran, en tanto por ciento, cuanto empeora el rendimiento de la 
red debido a la coexistencia de una red con la otra, que interfiere bien por canal 
adyacente o bien por solapamiento total del canal, respecto a los resultados de 
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throughput obtenidos individualmente por cada red, indicado en la Tabla 4.1 
como diferencia red 1y diferencia red 2 (ver Anexo E.1.1). Se debe tener en 
cuenta que una diferencia de un 0% equivale a que la transmisión no se ve 
afectada. 
En esta primera tabla, veremos cómo afecta la interferencia por canal 
adyacente al estándar IEEE 802.11ac. 
 
Caso Escenario Diferencia red 1(%) Diferencia red 2(%) 
1 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 52, BW = 80 MHz 
0.32% 1.91% 
2 AP1  Canal 48, BW = 80 MHz 
AP2  Canal 52, BW = 80 MHz 
0.95% 2.54% 
3 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 64, BW = 80 MHz 
1.61% 3.61% 
4 AP1  Canal 36, BW = 40 MHz 
AP2  Canal 44, BW = 40 MHz 
6.1% 3.8% 
5 AP1  Canal 40, BW = 40 MHz 
AP2  Canal 44, BW = 40 MHz 
5.44% 3.8% 
6 AP1  Canal 36, BW = 40 MHz 
AP2  Canal 48, BW = 40 MHz 
2.34% 2.91% 
7 AP1  Canal 36, BW = 20 MHz 
AP2  Canal 40, BW = 20 MHz 
4.71% 4.95% 
8 AP1  Canal 44, BW = 20 MHz 
AP2  Canal 48, BW = 20 MHz 
7.55% 1% 
9 AP1  Canal 60, BW = 20 MHz 
AP2  Canal 64, BW = 20 MHz 
2.85% 3% 
10 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 52, BW = 20 MHz 
1.26% 0% 
11 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 52, BW = 20 MHz 
0% 0% 
12 AP1  Canal 36, BW = 40 MHz 
AP2  Canal 44, BW = 20 MHz 
0% 0% 
13 AP1  Canal 40, BW = 40 MHz 
AP2  Canal 44, BW = 20 MHz 
0% 0% 
14 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 52, BW = 40 MHz 
1.3% 2.62% 
15 AP1  Canal 48, BW = 80 MHz 
AP2  Canal 56, BW = 40 MHz 
1% 4.74% 
16 AP1  Canal 48, BW = 80 MHz 
AP2  Canal 52, BW = 40 MHz 
4.15% 2.62% 
17 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 56, BW = 40 MHz 
1% 1% 
Tabla 4.4: Interferencia canal adyacente 
Tras analizar los resultados obtenidos, se puede apreciar que, pese a no ser 
transmisiones en canales solapados, existe una fuga de potencia más allá de 
los límites del canal que pueden afectar a canales vecinos. Es decir, el 
estándar IEEE 802.11ac se ve afectado por la interferencia por canal 
adyacente. No obstante, en función del escenario utilizado se verá más o 
menos afectado. 
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En caso de interferir dos redes, con mismo ancho de banda, es preferible que 
el ancho de banda utilizado sea de 80 MHz, ya que al utilizar anchos de banda 
de 40 MHz y 20 MHz, para las transmisiones de datos, las redes se ven más 
afectadas por la interferencia por canal adyacente. En cambio, cuando 
utilizamos combinaciones, como por ejemplo, un ancho de banda de 80 o 40 
MHz para una red junto a otra red con un ancho de banda de 20 MHz, ninguna 
de las dos redes se verá afectada por este fenómeno. Por otro lado, utilizar un 
ancho de banda de 80 MHz e interferir con un ancho de banda de 40 MHz, sí 
se verá afectado por este fenómeno. 
En la Tabla 4.5, veremos cómo afecta la interferencia por solapamiento total del 
canal. 
Caso Escenario Diferencia red 1(%) Diferencia red 2(%) 
1 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 48, BW = 20 MHz 
38.7%% 16.86% 
2 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 40, BW = 20 MHz 
63.87% 15.84% 
3 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 36, BW = 20 MHz 
61.29% 42.3% 
4 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 48, BW = 40 MHz 
40% 17% 
5 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 40, BW = 40 MHz 
56.13% 61.43% 
6 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 36, BW = 40 MHz 
62.58% 64.92% 
Tabla 4.5: Interferencia solapamiento total canal 
Tras realizar las medidas (Anexo E.1.2), podemos verificar que ambas redes 
compartirán el medio de forma justa. 
Para poder evitar la interferencia por canales superpuestos, en la medida de lo 
posible, sería aconsejable que los canales primarios usados se encuentren lo 
más lejos posible el uno del otro. Para entender este concepto en detalle 
tenemos en cuenta una imagen obtenida del analizador de espectros (Figura 
4.16). Tras los resultados obtenidos podemos concluir que el rendimiento de 
ambas redes se verá más afectado cuando compartan el canal primario (Caso 
3 y 6 de la Tabla 4.5). En caso de que los canales primarios sean adyacentes 
(Caso 2 y 5 de la Tabla 4.5), el rendimiento de la red 2 se verá afectado en 
función del ancho de banda utilizado. Cuando la red 2 utiliza un ancho de 
banda de 20 MHz no se verá afectado, ya que podrá transmitir a 20 MHz como 
sucede en el escenario 1 de la Tabla 4.5. En cambio, cuando la red 2 utiliza un 
ancho de banda de 40 MHz y el canal primario se encuentra adyacente a la red 
1, afectará notablemente al rendimiento de la red 2. Esto sucede porque, 
mientras que en el caso 4 de la Tabla 4.5 se podría transmitir a un ancho de 
banda de 40 MHz, al detectar que en el canal secundario de 20 MHz hay otra 
red transmitiendo, no podrá utilizar un ancho de banda de 40 MHz y por tanto, 
utilizará un ancho de banda de 20 MHz. El rendimiento de la red 1 también se 
verá afectado en función del ancho de banda utilizado por la red 2, ya que 
cuando la red 2 utiliza un ancho de banda de 20 MHz hará uso del canal 
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durante más tiempo, mientras que cuando utilice un ancho de banda de 40 
MHz la transmisión será más rápida y, por tanto, la red 1 tendrá la posibilidad 
de transmitir a un ancho de banda de 80 MHz durante mayor tiempo. 
En el primer escenario que muestra la Tabla 4.5, es decir, cuando la red 1 
utiliza el canal 36 y un ancho de banda de 80 MHz y la red 2 utiliza el canal 48 
y un ancho de banda de 20 MHz, y que por tanto, el canal primario de la red 1 
no se superpone al canal utilizado por la red 2, comprobaremos mediante el 
analizador de espectros el comportamiento de ambas redes. 
 
Fig 4.16: Captura analizador de espectros caso 1 
Antes de entrar en detalle, comentar que la configuración que se ha utilizado en 
el analizador espectros es: ancho de banda de 160 MHz, de esta manera cada 
recuadro de la imagen es como si tratara de un canal de 20 MHz, y un span de 
196 MHz. 
El comportamiento que apreciamos de la red 1 en la Figura 4.16 es que al 
averiguar que existe una red utilizando parcialmente su mismo ancho de banda 
de 80 MHz, en este caso de 20 MHz (red 2), se comprueba que en el canal 
primario de 40 MHz no existe ninguna red y por tanto pasa a utilizar un ancho 
de banda de 40 MHz y no de 80 MHz. El AP intentará utilizar el mayor ancho 
de banda siempre que sea contiguo al canal primario mediante el 
procedimiento del CCA, explicado en la sección 2.3.1 del documento. Por tanto, 
en caso de que la interferencia no se encuentre alejada del canal primario no 
podrá utilizar el máximo ancho de banda, pero intentará transmitir a un ancho 
de banda superior a 20 MHz. 
En conclusión, cuando diversas redes comparten el medio, el rendimiento de 
aquellas que utilizan un menor ancho de banda en sus transmisiones se verá 
menos afectado en comparación a las transmisiones rápidas, es decir, las 
transmisiones que requieren de un gran ancho de banda. Esto es debido a que 
cuando las transmisiones son más lentas necesitan hacer uso del canal 
durante más tiempo.    
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4.4.2. Interferencia entre canales con diferente MCS 
En este caso, el escenario que se ha utilizado es el mismo que el de la prueba 
anterior, pero provocando que en una de las dos redes el MCS que otorga el 
punto de acceso a sus transmisiones fuera inferior a la otra. Para forzar que 
una de las redes obtenga un MCS inferior, se ha obstruido la señal de 
transmisión mediante objetos de gran tamaño, perdiendo así la línea de 
visibilidad directa entre transmisor y receptor.  
A continuación, se muestra una tabla indicando, como en el anterior apartado, 
el escenario utilizado, la diferencia de la red 1 y red 2, pero en este caso ambas 
redes se interfieren por superposición total del canal. Se debe tener en cuenta 
que la red con menor MCS es la red 2 (ver Anexo E.1.3), mientras que las 
transmisiones de la red 1 mantienen el mismo MCS que en la anterior medida. 
Caso Escenario Diferencia red 1(%) Diferencia red 2(%) 
1 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 48, BW = 80 MHz 
75.6% 37.7% 
2 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 44, BW = 80 MHz 
77.16% 34.74% 
3 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 40, BW = 80 MHz 
77.66% 43.61% 
4 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 36, BW = 80 MHz 
78.7% 43.87% 
5 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 48, BW = 20 MHz 
71.73% 5.55% 
6 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 44, BW = 20 MHz 
88.93% 15.62% 
7 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 40, BW = 20 MHz 
76.75% 29.83% 
8 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 36, BW = 20 MHz 
77.86% 41.83% 
9 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 48, BW = 40 MHz 
67.2% 1% 
10 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 44, BW = 40 MHz 
75.9% 6.48% 
11 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 40, BW = 40 MHz 
68% 45.17% 
12 AP1  Canal 36, BW = 80 MHz 
AP2  Canal 36, BW = 40 MHz 
68.66% 45.95% 
13 AP1  Canal 36, BW = 40 MHz 
AP2  Canal 40, BW = 40 MHz 
66.44% 53% 
14 AP1  Canal 36, BW = 40 MHz 
AP2  Canal 36, BW = 40 MHz 
67.66% 48.52% 
 
Tabla 4.6: Interferencia solapamiento total canal diferente MCS 
 
Teóricamente, en el caso 1, cuando la red 2 se encuentra en el canal 36, es 
decir, están compartiendo el mismo canal primario, el comportamiento que se 
esperaría obtener sería que la red 1 transmitiera únicamente utilizando un 
ancho de banda de 80 MHz. En el segundo caso, la red 2 transmite en el canal 
40. La red 1 estaría transmitiendo a 20 MHz constantemente, sin tener que 
compartir con la red 2, pero en el momento en que la red 2 dejara de transmitir, 
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pasaría a utilizar un ancho de banda de 80 MHz. En el tercer caso, la red 2 
transmite en el canal 44, en este caso la red 1 utilizaría un ancho de banda de 
40 MHz, ya que el canal secundario de 20 MHz estaría libre y en caso de que 
la red 2 dejará de transmitir, pasaría a utilizar un ancho de banda de 80 MHz. 
Por último, en el cuarto caso, en el que la red 2 transmite en el canal 48, sería 
muy parecido al caso anterior y por tanto, los resultados deberían ser muy 
similares. 
 
Como se ha comentado antes, se ha intentado que los resultados de las 
medidas sean lo más fiables posible. Es por esto que las pruebas se han 
repetido varias veces, invirtiendo conexiones y configuraciones de los AP entre 
ellos. En este caso, la diferencia de utilizar un AP u otro como interferente ha 
afectado mucho en los resultados. No se ha podido obtener el motivo por el 
cual ha sucedido esto. Al no estar seguros de los resultados obtenidos, en este 
caso, por lo comentado anteriormente, se ha explicado el comportamiento que 
se esperaba obtener teóricamente, es decir, sin tener en cuenta factores 
externos (interferencias externas, pérdida de potencia de la señal debido a 
rebotes de la misma, tiempos de backoff, performance anomaly, etc). 
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CAPÍTULO 5. CONCLUSIONES 
 
A lo largo de este TFG he adquirido mayores conocimientos sobre redes Wi-Fi 
que no solo me han ayudado a formarme académicamente sino también como 
profesional. De hecho, la realización de este TFG me llevó a trabajar donde 
estoy; se trataba de una oferta en la que se pedían conocimientos extensos de 
redes y me llamó la atención precisamente por el proyecto que estaba 
realizando. 
 
La posibilidad de estudiar y analizar diferentes estándares del IEEE 802.11 que 
actualmente se encuentran en auge y las diferentes bandas de frecuencia Wi-Fi 
me ha permitido conocer detalladamente conceptos muy interesantes y 
necesarios para poder diseñar redes Wi-Fi. Concretamente, el estudio del 
estándar 802.11ac me ha permitido poder llevar a cabo las medidas que 
previamente se han definido para la realización del trabajo. Además, he tenido 
la suerte de poder interactuar con un estándar muy interesante y que cada vez 
se está utilizando más en empresas y particulares. 
Tras el estudio de los estándares IEEE 802.11ac y 802.11n, además de las 
diferentes bandas (2.4 GHz y 5 GHz), he podido realizar las medidas de 
throughput en función de la distancia en entornos interiores y exteriores, en 
función del número de usuarios que forman la red, y apreciar el 
comportamiento del estándar IEEE 802.11ac en un escenario en coexistencia 
con dos redes en un mismo radio de cobertura. Tras la realizar estas medidas 
se pueden extraer algunas conclusiones:  
 El troughput en escenarios interiores es muy difícil de predecir debido a 
las diferentes trayectorias que la señal puede tomar en un espacio 
reducido. En exteriores la propagación de la señal es mejor. 
 Un uso inadecuado del espectro radio también provocaría una red poco 
eficiente. Para ello se deberían tener en cuenta diferentes aspectos como, 
por ejemplo, a qué distancia se encuentran los dispositivos del AP, ya que 
como hemos podido comprobar aumentar el ancho de banda del canal 
provoca que tengamos una menor área de cobertura. Por otro lado, si 
todos los equipos utilizaran el máximo ancho de banda habría mucha 
interferencia y, por tanto, no estaríamos haciendo un uso adecuado del 
espectro. 
 Se debe tener en cuenta las limitaciones y la dificultad que conlleva 
realizar medidas precisas en un entorno donde no hay control sobre las 
interferencias, ya que son muchas. Además, estamos limitados por el 
comportamiento de unos productos específicos. Para encontrar medidas 
más genéricas, se tendría que comparar con otros productos de diferente 
fabricante.  
 Se debe tener en cuenta que, aunque tengamos el mejor router del 
mercado, podemos estar limitados por los dispositivos que forman la red. 
En nuestro caso, mientras que el router tiene tres antenas para la banda 
de 5 GHz y otras tres para la banda de 2.4 GHz, soportando de esta 
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manera hasta tres flujos espaciales, nuestro equipo conectado al router 
mediante la tarjeta de red del adaptador T4U está limitado a un único flujo 
espacial, ya que solo tiene una antena para cada una de las frecuencias 
Wi-Fi. 
También se han realizado medidas de throughput en función del número de 
dispositivos conectados en la red, tras las medidas podemos concluir que el 
router no soporta la tecnología MU-MIMO y, por ello, no se ha obtenido un 
mejor rendimiento en dirección downlink mediante el estándar IEEE 802.11ac.  
Se han encontrado limitaciones con la tarjeta de red del adaptador USB T4U ya 
que no soporta el modo monitor y, por lo tanto, no hemos podido analizar el 
tráfico de la red. 
Pese a las interferencias por solapamiento total del canal entre ambas redes, 
utilicen un mismo MCS o no en sus transmisiones, el rendimiento del canal se 
reparte de forma más o menos justa entre ambas. Sería muy interesante, de 
cara a un futuro proyecto, poder analizar este fenómeno mediante más 
pruebas. No obstante, tras las medidas realizadas en éste, se puede concluir 
que contra mayor distancia haya entre los canales primarios de las redes mejor 
será el rendimiento de ambas. Hay que tener en cuenta, también, que no se 
puede garantizar que una banda de frecuencia sea mejor que la otra. Debemos 
tener en cuenta diferentes factores así como el lugar donde nos encontramos, 
es decir, si nos encontramos en una zona donde el número de redes es 
elevado en la banda de 2.4 GHz es posible que nos salga rentable utilizar la 
banda de los 5 GHz. También dependerá de los dispositivos con los cuales 
queremos conectarnos a la red WLAN, ya que no todos los dispositivos podrán 
operar en la banda de los 5 GHz. Además, se debe tener en cuenta la distancia 
a la que se encuentran los dispositivos respecto al AP, ya que a mayor 
frecuencia la señal sufre mayor atenuación y esto conlleva a que el rango de 
cobertura sea menor. 
Hemos podido comprobar que las interferencias por canal adyacente, afectan a 
dispositivos IEEE 802.11ac. No obstante, es posible evitarlas mediante un buen 
despliegue de nuestra red, es decir, analizar previamente el estado del 
espectro de radiofrecuencia para así determinar qué canal o canales utilizar en 
función de la disponibilidad de la banda de 5 GHz. Además de tener en cuenta 
la frecuencia de uso de cada estándar, se deben considera diferentes factores. 
El estándar IEEE 802.11ac nos ofrece un rendimiento óptimo de la red, debido 
a la posibilidad de utilizar un gran ancho de banda del canal, la capacidad que 
tienen los AP de soportar hasta ocho flujos, la tecnología MU-MIMO en 
dirección downlink, etc. Pero en cambio, el estándar IEEE 802.11n nos ofrece 
la posibilidad de obtener mayor compatibilidad con mayor número de 
dispositivos. Por tanto, siempre será recomendable realizar un estudio previo 
para obtener el mejor rendimiento de la red. 
Por último, aunque el router no soporta MU-MIMO, se ha obtenido un mejor 
rendimiento de la red cuando hemos utilizado el estándar IEEE 802.11ac. Esto 
es debido a que el estándar IEEE 802.11ac utiliza mayores anchos de banda y 
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modulaciones más agresivas que el estándar IEEE 802.11n a 5 GHz. En 
comparación al estándar IEEE 802.11n a 2.4 GHz, el estándar IEEE 802.11ac, 
presenta las mismas ventajas, pero al operar en diferentes bandas de 
frecuencia existen factores externos que afectan notablemente al rendimiento 
de la red.  
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ANEXO A. ESTANDARES IEEE 802.11 
 
 IEEE 802.11d 
Este estándar te permite trabajar en cualquier región a nivel internacional. 
Únicamente debemos indicar en qué país queremos utilizar la tarjeta WLAN y 
el controlador hace el resto para que puedas trabajar sin problemas. 
 IEEE 802.11e   
Este estándar añade características QoS. El principal objetivo de este estándar 
es introducir nuevos mecanismos a nivel de capa MAC para poder soportar 
servicios que requieren de garantías de Calidad de Servicio. 
 IEEE 802.11f 
El IEEE 802.11f permite que los productos sean más compatibles. Utiliza el 
protocolo “Inter Access Points” (IAPP) que permite a un usuario cambiarse de 
punto de acceso (AP) a otro mientras está en movimiento sin importar el 
número de AP que sean usados en la red. A esta propiedad se le conoce como 
itinerancia. 
 
 IEEE 802.11h 
 
El objetivo del estándar es cumplir con las regulaciones europeas relacionadas 
con el uso de las frecuencias y el rendimiento energético. 
 
 EEE 802.11i 
 
El objetivo del estándar es mejorar la seguridad en la transferencia de datos.  
Este estándar se basa en el AES (estándar de cifrado avanzado) que permite 
cifrar transmisiones que se ejecutan en las tecnologías IEEE 802.11a, 802.11b 
y 802.11g. 
 IEEE 802.11j 
Este estándar es usado en Japón con el mismo propósito que el estándar IEEE 
802.11h. 
 
 IEEE 802.11m 
Es el estándar propuesto para el mantenimiento de redes inalámbricas. 
 IEEE 802.11p 
Este estándar trabaja en las frecuencias 5.9 GHz y 6.2 GHz y es usado para 
las comunicaciones a corto alcance, “Dedicated short-range communications” 
(DSRC). La tecnología DSRC permite intercambiar datos entre vehículos en 
carretera.  
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 IEEE 802.11r 
Este estándar permite la realización del proceso de handover de manera rápida 
y segura. 
 IEEE 802.11s 
Este estándar se utiliza para redes Wi-Fi malladas. 
 IEEE 802.11v 
Este estándar permite configurar remotamente los dispositivos cliente. Por lo 
tanto, mejora la capacidad de la red para supervisar, configurar y actualizar las 
estaciones cliente. 
 IEEE 802.11w 
 
Este estándar es usado para proteger redes WLAN contra ataques en las 
tramas de gestión inalámbricas. 
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ANEXO B. IEEE 802.11ac CAPA FISICA Y CAPA MAC 
 
B.1 PHY-Level Framing 
 
Un requisito importante para diseñar la trama de la capa física es que sea 
compatible con los estándares anteriores del 802.11. Cuando un dispositivo 
que soporta el estándar IEEE 802.11ac transmite, los dispositivos que trabajan 
con los estándares IEEE 802.11a y IEEE 802.11n deben de ser capaces de ver 
e ignorar estas transmisiones. Para conseguir esto, el formato de la trama física 
VHT debe ser similar al formato “mixed-mode” utilizado por el estándar IEEE 
802.11n. Otro requisito imprescindible es que debe haber un preámbulo capaz 
de describir el número de flujos espaciales e indicar a los receptores a quien va 
dirigida esa trama. Para cumplir con este requisito se requiere de una nueva 
cabecera. 
 
La trama física en el estándar IEEE 802.11ac, en comparación al estándar 
IEEE 802.11n, es mucho más sencilla porque solamente hay un formato. La 
Figura B.1 muestra los formatos de la capa física de los estándares IEEE 
802.11a, “mixed mode” (IEEE 802.11n) y “VHT mode” (IEEE 802.11ac). 
 
 
Fig B.1: Estructura trama capa física 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
 
Los campos en la trama VHT son los siguientes: 
“Non-HT Short Training Field (L-STF) and Non-HT Long Training Field (L-LTF)”:  
Estos campos son idénticos a los usados por el estándar IEEE 802.11a; 
consiste en una secuencia de 12 símbolos OFDM que se utilizan para 
identificar que la trama ha empezado a crearse, sincronizando los 
temporizadores y seleccionando una antena. Cualquier dispositivo que 
opere con OFDM debe ser capaz de descodificar estos campos.  
 “Non-HT Signal Field (L-SIG)”: 
Este campo es utilizado por el estándar IEEE 802.11a para describir la 
velocidad de los datos y la longitud de la trama (en bytes) que es 
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utilizada por los receptores para calcular la duración de la transmisión de 
la trama.  
 “VHT Signal A (VHT-SIG-A) and Signal B (VHT-SIG-B) Fields”: 
Los campos “VHT Signal” son el análogo del campo “Signal” usado por 
el estándar IEEE 802.11a o el campo “HT Signal” usado por el IEEE 
802.11n sin embargo, solamente se entiende por equipos que soportan 
el estándar IEEE 802.11ac. La señalización VHT se divide en dos, “VHT 
Signal A” y “VHT Signal B”. Juntas describen los atributos de la trama, 
ancho de banda del canal, modulación, codificación y si trata de una 
transmisión MU-MIMO o SU-MIMO. 
“VHT Short Training Field (VHT-STF)”: 
Este campo tiene el mismo propósito que el non-HT STF, ayudar al 
receptor a detectar un patrón de repetición y ajustar la ganancia del 
receptor.  
 “VHT Long Training Field (VHT-LTF)”: 
Este campo consta de una secuencia de símbolos que configuran la 
demodulación del resto de la trama empezando por el campo “VHT 
Signal B “. Dependiendo del número de flujos transmitidos, este campo 
tendrá 1, 2, 4, 6 u 8 símbolos redondeando al alza al número par. Los 
contenidos de este campo también se utilizan para el proceso de 
estimación del canal del cual depende el “beamforming”.    
 
“Data field”:  
El campo de datos contiene los protocolos de la capa superior. Si en la 
trama no aparece este campo se le llama “null data packet” y se utiliza 
para configurar el “beamforming”, medir y sintonizar. En la Figura B.2 se 
muestra el formato del “data field”. Por el hecho de que el “data field” se 
transmite después de la cabecera, este campo es transmitido a la 
velocidad descrita en dicha cabecera. 
 
 
Fig B.2: Estructura campo Data 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
 
Los campos que forman el “Data field” son los siguientes: 
 
ANEXO B. IEEE 802.11ac CAPA FISICA Y CAPA MAC   61 
 
 
 
“Service”: Consiste en siete bits que inicializan el “data scrambler”, para 
evitar largos recorridos de bits iguales, y un CRC para detectar errores.  
 
“PHY Service Data Unit (PSDU)”: Contiene una trama de la capa MAC. 
 
“PHY pad”: Para asegurar que el número de bits que llegan al receptor 
coincide con el número de bits por símbolo requerido. De esta manera 
se podrá saber si es necesario añadir bits redundantes. 
 
“Tail”: Los bits de “tail” están presentes cuando la trama de la capa física 
está protegida con un código convolucional. Si se utiliza LDPC, no se 
utilizan estos bits.  
B.1.1 The VHT Signal Fields 
El propósito del campo señal es ayudar al receptor a decodificar la carga de 
datos mediante la descripción de los parámetros usados por el transmisor. En 
el estándar IEEE 802.11ac separa la señal en dos partes diferentes: el campo 
señal A y el campo señal B. El primero se encuentra en la cabecera de la capa 
física que es recibida idénticamente por todos los receptores. En cambio, el 
último está en la parte de la capa física que es diferente para cada receptor 
multi-usuario. 
 
B.1.1.1 VHT Signal A field 
 
El campo VHT-SIG-A puede tener dos formatos diferentes dependiendo si se 
transmite a múltiples usuarios o a un único usuario. 
La siguiente imagen muestra el formato para una transmisión a un único 
usuario con modulación BPSK y código convolucional de R=1/2. Este campo se 
divide en dos: VHT-SIG-A1 y VHT-SIG-A2. Ambas partes, VHT-SIG-A1 y VHT-
SIG-A2, corresponden a un símbolo OFDM. 
 
 
Fig B.3: Formato campo VHT-SIG-A SU-MIMO 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
62                                                                                            Estudio y evaluación de comunicaciones Wi-Fi basadas en IEEE 802.11ac  
 
 
Para transmitir múltiples flujos se deben realizar cambios en el PLCP. Los 
campos son muy similares a los vistos anteriormente para un único flujo. La 
Figura B.4 muestra el campo “VHT Signal A” para transmisiones multi-usuario.  
 
Fig B.4: Formato campo VHT-SIG-A MU-MIMO 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
 
Los cambios respecto a transmisiones para un único usuario son los siguientes:  
 
“Group” ID(6bits): Es una abstracción de capa-protocolo que permite a uno de 
los receptores a determinar si la carga del PLCP incluye una trama enviada al 
receptor. 
 
“Number of space-time streams for users 0 to 3”: Una transmisión multi-usuario 
puede enviar hasta cuatro flujos simultáneamente. Estos sub-campos indican 
cuantos flujos espaciales utiliza el AP en la transmisión.  
 
“Multi-user coding for users 1 to 3” (3 bits): El campo “VHT Signal A”, para un 
solo usuario, tiene información de la MCS. Para una transmisión multi-usario 
tiene bits para indicar si se utilizará una codificación convolucional o LDPC y la 
información del MCS para el flujo de cada usuario pasa a estar en el campo 
“VHT Signal B”. 
  
 
B.1.1.2. VHT Signal B field 
 
El campo “VHT Signal B” es usado para configurar la velocidad de transmisión 
y para sintonizar la recepción MIMO. De igual manera que en el campo “VHT 
Signal A”, utiliza una modulación conservadora para ayudar a los receptores a 
determinar la velocidad de la carga. Se modula utilizando un VHT MCS 0. Este 
campo se ha diseñado para ser transmitido en un símbolo OFDM y es por ello 
que tendrá diferentes longitudes dependiendo del ancho de banda del canal. La 
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Figura B.5 se muestra el formato del campo “VHT Signal B” para la transmisión 
a un único usuario y su dependencia con el ancho de banda del canal. 
 
Fig B.5: Formato campo VHT-SIG-B SU-MIMO 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
En la cabecera PLCP hay una cabecera “OFDM-modulated” y “VHT-
modulated”. En una transmisión MU-MIMO la cabecera “VHT-modulated” está 
disponible para cada usuario y cada uno tiene su propia “VHT signal B”. La 
Figura B.6 compara el formato para una transmisión SU-MIMO y MU-MIMO en 
función del ancho de banda del canal. Como se ha comentado antes, la 
información del MCS para una transmisión MU-MIMO se indica en este campo. 
 
 
Fig B.6: Formato campo VHT-SIG-B MU-MIMO 
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
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B.1.2. IEEE 802.11ac Data Rates 
Las velocidades del estándar IEEE 802.11ac se determinan por el ancho de 
banda del canal, la modulación, la codificación, el número de flujos espaciales y 
el intervalo de guarda.  
 
En la siguiente tabla podemos apreciar las velocidades máximas de 
transmisión. Se debe tener en cuenta que usar una modulación 256-QAM no 
siempre va a ser factible en un escenario real.  
 
 
Fig B.7: Tabla throughput  
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
 
B.2.  Capa MAC 
 
Los cambios que ha habido en la capa MAC han dependido de la capa física ya 
que debe de ser capaz de dar soporte a las nuevas características comentadas 
anteriormente. En este apartado del capítulo, además de explicar los cambios 
que ha habido en el formato de trama de la capa MAC en el estándar IEEE 
802.11ac en comparación a los estándares IEEE 802.11 anteriores, se dará a 
conocer la estructura de las tramas de gestión.  
 
B.2.1.  Framing 
 
En el estándar IEEE 802.11ac se mantiene el formato de trama utilizado por 
sus predecesores. Existen dos cambios importantes que se explican a 
continuación: 
1. La extensión de la trama que de tener un tamaño de 8000 bytes pasa a 
tener 11000 bytes, aumentando así la capacidad de agregar tramas de 
sus capas superiores.  
2. Reutiliza el campo HT Control aunque definiendo un nuevo formato del 
campo Control. Cuando el campo HT Control empieza con 0, el formato 
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es idéntico al del estándar IEEE 802.11n y el campo HT Control es del 
tipo “HT-variant”. En cambio, cuando el campo “HT Control” empieza con 
1, el campo “HT Control” es del tipo “VHT-variant”.  
 
La Figura B.8 muestra el formato del “VHT-variant” del campo “HT Control”. 
Éste, está compuesto por campos que son usados para comunicar MCS 
“feedback”. Un procedimiento poco implementado que permite que dos 
dispositivos intercambien información sobre la calidad de la transmisión para 
encontrar un mejor rendimiento en la transmisión al establecer la conexión.  
 
Fig B.8: Formato VHT-variant  
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
B.2.2. Frame Size and Aggregation 
La agregación de tramas fue introducida en el estándar IEEE 802.11n para 
mejorar el rendimiento de la red. Su función es disminuir el tamaño del 
encabezado haciendo que el dispositivo tenga un único acceso al canal para 
transmitir diversas tramas. El IEEE 802.11ac utiliza un formato de agregación 
MPDU (A-MPDU) en todas las tramas transmitidas. Al utilizar este agregado en 
las transmisiones toda la responsabilidad de “framing” recae sobre la capa 
MAC.  
 
La Figura B.9 muestra el formato de agregación del tipo A-MPDU. La longitud 
máxima de esta trama es controlado por el campo llamado “Maximum A-MPDU 
Length Exponent”. El IEEE 802.11n que tiene una longitud máxima de 64 
KBytes. 
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Fig B.9: Formato agregación A-MPDU  
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
En la siguiente tabla se compara la cantidad de datos que se pueden transmitir 
en función del estándar IEEE 802.11 por las capas físicas en 5 GHz. 
 
 
Fig B.10: Tabla datos a transmitir  
Fuente: Gast, M. S., IEEE 802.11ac, Cap 2-4 (pág. 11-82), O’Really, Estados Unidos de América, (2013). 
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ANEXO C. CARACTERISTICAS DISPOSITIVOS 
C.1. Adaptador TP-Link T4U 
 
- Velocidad inalámbrica ultra-rápida de 1200 (867+300) Mbps con IEEE 
802.11ac. 
- Conexiones de banda dual libres de latencia para streaming de vídeo de 
alta definición y juegos. 
- Puerto USB 3.0 –Hasta 10 veces más rápido que USB 2.0. 
- Encriptación sencilla de seguridad inalámbrica con sólo pulsar el botón 
WPS. 
- Equipado con un cable de extensión USB para un despliegue flexible 
- Antenas Omni-direccionales. 
- Tiene una dimensión de 3,6*1,2*0,6 pulgadas. 
- Los estándares que soporta son el IEEE 802.11ac, IEEE 802.11a, IEEE 
802.11b, IEEE 802.11g y IEEE 802.11n. 
- La tasa de la señal en función de la banda frecuencias quedaría 
representado de la siguiente manera: 
 
 5 GHz 2.4 GHz 
IEEE 802.11ac 867 Mbps X 
IEEE 802.11n 300 Mbps 300 Mbps 
IEEE 802.11a 54 Mbps X 
IEEE 802.11g X 54 Mbps 
IEEE 802.11b X 11 Mbps 
 
Tabla C.1: Velocidad transmisión capa física 
- Potencia de transmisión es menor a 20 dBm. 
- Soporta modo Ad-Hoc y modo Infraestructura. 
- Las modulaciones que soporta son: DBPSK, DQPSK, CCK, OFDM, 16-
QAM, 64-QAM y 256-QAM. 
- Compatible con los Sistemas Operativos Windows 8 (32/64 bits), 
Windows 7 (32/64 bits) y Windows XP (32/64 bits). 
C.2. Router TP-Link Archer c7 
 
Incorpora el estándar Wi-Fi de última generación IEEE 802.11ac (3 veces más 
rápido que las velocidades inalámbricas del estándar IEEE 802.11n) y 
proporciona una tasa de transferencia inalámbrica combinada de hasta 1.75 
Gbps con velocidades inalámbricas de 1.3 Gbps sobre la banda de 5 GHz y 
450 Mbps sobre la banda de 2.4 GHz.  
Opera sobre ambas bandas 2.4 GHz y 5 GHz, asegurando un rendimiento 
inalámbrico asombroso. La Banda Dual simultánea le ofrece la flexibilidad de 
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dos redes dedicadas – multiplicando el ancho de banda que necesita. Las 
tareas simples como enviar e-mails o navegar por la web pueden ser 
manejadas por la banda de los 2.4 GHz, mientras que las tareas intensivas en 
ancho de banda como los juegos en red o el streaming de video en HD pueden 
ser procesadas por la banda de 5 GHz – todo al mismo tiempo. 
Utiliza 6 antenas para una expansión total de cobertura. Tres antenas externas 
de 5dBi en la banda de 5 GHz y 3 antenas internas en la banda de 2.4 GHz, 
junto con la tecnología de antena de más alta calidad, podrá mantener altas 
velocidades a grandes distancias. Esto le proporcionará una increíble cobertura 
inalámbrica y la máxima fiabilidad en cualquier lugar de su extensa vivienda u 
oficina. 
 
Fig C.2: Antenas router  
Fuente: http://www.tp-link.es/ 
Tiene dos puertos USB 2.0 multifuncionales, podrá compartir archivos, medios 
e incluso una impresora en red local o a través del servidor FTP, un puerto 
WAN Gigabit y 4 puertos LAN Gigabit, a velocidades 10 veces más rápidas que 
las conexiones Ethernet estándar. 
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Fig C.3: Hardware router 
Fuente: http://www.tp-link.es/ 
C.2.1. Especificaciones 
- Tiene un botón WPS/Reset, conmutador Wireless On/Off y botón 
alimentación On/Off.  
- Los estándares que soporta son los mismos que los comentados 
anteriormente por el adaptador. 
- La potencia de transmisión a 2.4 GHz tiene que ser menor a 20 dBm y 
menor a 23 dBm en la banda de 5 GHz. 
- Los Sistemas Operativos que soporta son: Microsoft Windows 98SE, NT, 
2000, XP, Vista Windows 7 u 8, MAC OS, NetWare, UNIX o Linux y 
Windows 8.1.  
C.2.2. Dispositivos IEEE 802.11ac “wave1” 
Una de las características que no nombran en las especificaciones del router 
es que trata de un dispositivo de IEEE 802.11ac “wave1”. A continuación se 
muestra una tabla para poder comparar la diferencia entre un dispositivo IEEE 
802.11ac “wave1”, IEEE 802.11ac “wave2” y las especificaciones del estándar 
IEEE 802.11ac según la IEEE. 
 IEEE 802.11ac 
Wave1 
IEEE 802.11ac 
Wave2 
IEEE 802.11ac 
especificaciones 
IEE 
Banda de 
frecuencia 
5 GHz 5 GHz 5 GHz 
MIMO SU-MIMO MU-MIMO MU-MIMO 
Velocidad 
transmisión capa 
física 
1.3 Gbps 2.34 – 3.47 Gbps 6.9 Gbps 
BW canal 20, 40, 80 MHz 20, 40, 80, 80 – 80, 
160 MHz 
20, 40, 80, 80 – 
80, 160 MHz 
Modulación 256 QAM 256 QAM 256 QAM 
Spatial Streams 3 3-4 8 
Throughput capa 
MAC 
845 Mbps 1.52 – 2.26 Gbps 4.49 Gbps 
Tabla C.2: Especificaciones IEEE 802.11ac “wave1” 
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ANEXO D. MEDIDAS DE POTENCIA 
 
Para realizar las medidas de potencia, en la banda de 5 GHz, se ha utilizado el 
mismo escenario que durante las pruebas de throughput en función de la 
distancia, es decir, se han utilizado dos PC, con sistema operativo Linux, uno 
conectado vía Ethernet y otro vía Wi-Fi mediante un adaptador USB. Se ha 
utilizado la herramienta iperf para poder transferir datos de un PC a otro. La 
transmisión se ha ejecutado en dirección downlink porque de esta manera se 
ha podido controlar la potencia de transmisión desde el AP, ya que desde el 
adaptador USB no es factible. 
 
D.1 IEEE 802.11ac (5 GHz) 
 
Las pruebas a 5 GHz, usando el estándar IEEE 802.11ac, se han realizado en 
el laboratorio. Se ha medido la potencia utilizando un ancho de banda del canal 
de 20 MHz, 40 MHz y 80 MHz respectivamente. Durante las pruebas se ha 
utilizado un span de 98 MHz, una potencia de transmisión de 0 dBm desde el 
AP y el canal 48 (frecuencia central equivalente a 5.24 GHz) como canal 
primario. De esta manera, hemos utilizado las mismas condiciones al medir la 
potencia para los tres posibles anchos de banda. 
D.1.1 Potencia 20 MHz 
 
Fig D.1: Potencia media 20 MHz  
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D.1.2 Potencia 40 MHz 
 
Fig D.2: Potencia media 40 MHz  
 
D.1.3 Potencia 80 MHz 
 
Fig D.3: Potencia media 80 MHz  
D.1.4. Conclusiones 
Teóricamente se esperaba obtener una potencia media exactamente igual 
utilizando un ancho de banda de 20, 40 u 80 MHz. No obstante, en la práctica, 
como podemos apreciar en las capturas obtenidas del analizador de espectros, 
puede haber diversos factores que provoquen esta pequeña diferencia. La 
potencia media se indica en las capturas como “Max Power”. 
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ANEXO E. RESULTADOS INTERFERENCIA ENTRE CANALES 
 
Para poder analizar el comportamiento se han efectuado diferentes pruebas. 
En las siguientes tablas se puede apreciar el throughput de cada una de las 
redes por separado y en colectivo. De esta forma, se puede apreciar con mayor 
facilidad como afecta la interferencia de una red WLAN a la otra y viceversa. 
 
E.1 Medidas throughput mismo MCS 
 
E.1.1 Interferencia de canal adyacente. 
A continuación se muestra el throughput obtenido contra la coexistencia de dos 
redes Wi-Fi que se provocan mutuamente interferencia por canal adyacente 
ambas redes utilizando las mismas condiciones en sus transmisiones, es decir, 
con el mejor MCS posible ya que ambos receptores han sido ubicados a una 
misma distancia del transmisor y evitando posibles obstáculos. Mediante estos 
resultados se ha obtenido la Tabla 4.4 del documento. Hay que tener en cuenta 
que los resultados que se muestran en las siguientes tablas son la media de 
diversas pruebas modificando la configuración y las conexiones de los APs, ya 
que los APs están ubicados en diferentes lugares y existe la posibilidad que los 
factores externos afecten más, o menos, al rendimiento de la red. 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 52, BW = 80 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 310 Mbits/sec - 
AP2 - 314 Mbits/sec 
AP1 y AP2 309 Mbits/sec 308 Mbits/sec 
Tabla E.1: Interferencia adyacente prueba 1 
 
AP1  Canal 48, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 52, BW = 80 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 315 Mbits/sec - 
AP2 - 314 Mbits/sec 
AP1 y AP2 312 Mbits/sec 306 Mbits/sec 
Tabla E.2: Interferencia adyacente prueba 2 
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AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 64, BW = 80 MHz, Pottx_router = 0 dBm 
 
 AP1 AP2 
AP1 310 Mbits/sec - 
AP2 - 304 Mbits/sec 
AP1 y AP2 305 Mbits/sec 293 Mbits/sec 
Tabla E.3: Interferencia adyacente prueba 3 
AP1  Canal 36, BW = 40 MHz, Pottx_router = 0 dBm 
AP2  Canal 44, BW = 40 MHz, Pottx_router = 0 dBm 
 
 AP1 AP2 
AP1 213 Mbits/sec - 
AP2 - 210 Mbits/sec 
AP1 y AP2 200 Mbits/sec 202 Mbits/sec 
Tabla E.4: Interferencia adyacente prueba 4 
AP1  Canal 36, BW = 40 MHz, Pottx_router = 0 dBm 
AP2  Canal 48, BW = 40 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 213 Mbits/sec - 
AP2 - 206 Mbits/sec 
AP1 y AP2 208 Mbits/sec 200 Mbits/sec 
Tabla E.5: Interferencia adyacente prueba 5 
AP1  Canal 40, BW = 40 MHz, Pottx_router = 0 dBm 
AP2  Canal 44, BW = 40 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 202 Mbits/sec - 
AP2 - 210 Mbits/sec 
AP1 y AP2 191 Mbits/sec 202 Mbits/sec 
Tabla E.6: Interferencia adyacente prueba 6 
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AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 52, BW = 20 MHz, Pottx_router = 0 dBm 
 
 AP1 AP2 
AP1 315 Mbits/sec - 
AP2 - 115 Mbits/sec 
AP1 y AP2 311 Mbits/sec 119 Mbits/sec 
Tabla E.7: Interferencia adyacente prueba 7 
 
AP1  Canal 48, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 52, BW = 20 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 312 Mbits/sec - 
AP2 - 115 Mbits/sec 
AP1 y AP2 314 Mbits/sec 121 Mbits/sec 
Tabla E.8: Interferencia adyacente prueba 8 
 
AP1  Canal 36, BW = 20 MHz, Pottx_router = 0 dBm 
AP2  Canal 40, BW = 20 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 106 Mbits/sec - 
AP2 - 101 Mbits/sec 
AP1 y AP2 101 Mbits/sec 96 Mbits/sec 
Tabla E.9: Interferencia adyacente prueba 9 
 
AP1  Canal 44, BW = 20 MHz, Pottx_router = 0 dBm 
AP2  Canal 48, BW = 20 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 106 Mbits/sec - 
AP2 - 103 Mbits/sec 
AP1 y AP2 98 Mbits/sec 102 Mbits/sec 
Tabla E.10: Interferencia adyacente prueba 10 
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AP1  Canal 60, BW = 20 MHz, Pottx_router = 0 dBm 
AP2  Canal 64, BW = 20 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 105 Mbits/sec - 
AP2 - 102 Mbits/sec 
AP1 y AP2 102 Mbits/sec 99 Mbits/sec 
Tabla E.11: Interferencia adyacente prueba 11 
 
AP1  Canal 36, BW = 40 MHz, Pottx_router = 0 dBm 
AP2  Canal 44, BW = 20 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 232 Mbits/sec - 
AP2 - 75 Mbits/sec 
AP1 y AP2 237 Mbits/sec 75 Mbits/sec 
Tabla E.12: Interferencia adyacente prueba 12 
 
AP1  Canal 40, BW = 40 MHz, Pottx_router = 0 dBm 
AP2  Canal 44, BW = 20 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 232 Mbits/sec - 
AP2 - 75 Mbits/sec 
AP1 y AP2 237 Mbits/sec 75 Mbits/sec 
Tabla E.13: Interferencia adyacente prueba 13 
 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 52, BW = 40 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 310 Mbits/sec - 
AP2 - 229 Mbits/sec 
AP1 y AP2 306 Mbits/sec 223 Mbits/sec 
Tabla E.14: Interferencia adyacente prueba 14 
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AP1  Canal 48, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 52, BW = 40 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 313 Mbits/sec - 
AP2 - 229 Mbits/sec 
AP1 y AP2 300 Mbits/sec 223 Mbits/sec 
Tabla E.15: Interferencia adyacente prueba 15 
 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 56, BW = 40 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 310 Mbits/sec - 
AP2 - 232 Mbits/sec 
AP1 y AP2 308 Mbits/sec 230 Mbits/sec 
Tabla E.16: Interferencia adyacente prueba 16 
 
AP1  Canal 48, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 56, BW = 40 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 313 Mbits/sec - 
AP2 - 232 Mbits/sec 
AP1 y AP2 311 Mbits/sec 221 Mbits/sec 
Tabla E.17: Interferencia adyacente Prueba 17 
E.1.2 Interferencia solapamiento total del canal con la misma MCS 
En este apartado se muestra el throughput obtenido con la coexistencia de dos 
redes Wi-Fi que comparten canal durante la transmisión de datos, ambas redes 
utilizando las mismas condiciones en sus transmisiones, es decir, con el mejor 
MCS posible ya que ambos receptores han sido ubicados a una misma 
distancia del transmisor y evitando posibles obstáculos. Partiendo de estos 
resultados se ha obtenido la Tabla 4.5. Hay que tener en cuenta que los 
resultados que se muestran en las siguientes tablas son la media de diversas 
pruebas modificando la configuración y las conexiones de los APs, ya que los 
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APs están ubicados en diferentes lugares y existe la posibilidad que los 
factores externos afecten más, o menos, al rendimiento de la red. 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 48, BW = 20 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 310 Mbits/sec - 
AP2 - 95.5 Mbits/sec 
AP1 y AP2 190 Mbits/sec 79.4 Mbits/sec 
Tabla E.18: Interferencia solapamiento total prueba 18 
 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 40, BW = 20 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 310 Mbits/sec - 
AP2 - 101 Mbits/sec 
AP1 y AP2 112 Mbits/sec 85 Mbits/sec 
Tabla E.19: Interferencia solapamiento total prueba 19 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 36, BW = 20 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 310 Mbits/sec - 
AP2 - 104 Mbits/sec 
AP1 y AP2 120 Mbits/sec 60 Mbits/sec 
Tabla E.20: Interferencia solapamiento total prueba 20 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 48, BW = 40 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 310 Mbits/sec - 
AP2 - 206 Mbits/sec 
AP1 y AP2 186 Mbits/sec 171 Mbits/sec 
Tabla E.21: Interferencia solapamiento total prueba 21 
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AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 40, BW = 40 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 310 Mbits/sec - 
AP2 - 202 Mbits/sec 
AP1 y AP2 136 Mbits/sec 77.9 Mbits/sec 
Tabla E.22: Interferencia solapamiento total prueba 22 
 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 36, BW = 40 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 310 Mbits/sec - 
AP2 - 213 Mbits/sec 
AP1 y AP2 116 Mbits/sec 74.7 Mbits/sec 
Tabla E.23: Interferencia solapamiento total prueba 23 
E.2  Medidas throughput diferente MCS 
 
En esta sección se muestra el throughput obtenido contra la coexistencia de 
dos redes Wi-Fi que comporten canal, pero forzando que las transmisiones de 
una de las redes obtenga un peor MCS. Partiendo de estos resultados se ha 
obtenido la Tabla 4.6. Hay que tener en cuenta que los resultados que se 
muestran en las siguientes tablas son la media de diversas pruebas 
modificando la configuración y las conexiones de los APs, ya que los APs están 
ubicados en diferentes lugares y existe la posibilidad que los factores externos 
afecten más, o menos, al rendimiento de la red. 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 48, BW = 80 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 300 Mbits/sec - 
AP2 - 135 Mbits/sec 
AP1 y AP2 73.2 Mbits/sec 84.1 Mbits/sec 
Tabla E.24: Diferente MCS en las transmisiones prueba 24 
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AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 44, BW = 80 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 300 Mbits/sec - 
AP2 - 135 Mbits/sec 
AP1 y AP2 68.5 Mbits/sec 88.1 Mbits/sec 
Tabla E.25: Diferente MCS en las transmisiones prueba 25 
 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 40, BW = 80 MHz, Pottx_router = 0 dBm 
 
 AP1 AP2 
AP1 300 Mbits/sec - 
AP2 - 137 Mbits/sec 
AP1 y AP2 67 Mbits/sec 77.25 Mbits/sec 
Tabla E.26: Diferente MCS en las transmisiones prueba 26 
 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 300 Mbits/sec - 
AP2 - 138 Mbits/sec 
AP1 y AP2 63.9 Mbits/sec 77.45 Mbits/sec 
Tabla E.27: Diferente MCS en las transmisiones prueba 27 
 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 48, BW = 20 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 300 Mbits/sec - 
AP2 - 54 Mbits/sec 
AP1 y AP2 84.8 Mbits/sec 51.1 Mbits/sec 
Tabla E.28: Diferente MCS en las transmisiones prueba 28 
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AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 44, BW = 20 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 300 Mbits/sec - 
AP2 - 57.6 Mbits/sec 
AP1 y AP2 83.2 Mbits/sec 48.6 Mbits/sec 
Tabla E.29: Diferente MCS en las transmisiones prueba 29 
 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 40, BW = 20 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 300 Mbits/sec - 
AP2 - 61 Mbits/sec 
AP1 y AP2 69.75 Mbits/sec 42.8 Mbits/sec 
Tabla E.30: Diferente MCS en las transmisiones prueba 30 
 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 36, BW = 20 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 300 Mbits/sec - 
AP2 - 65.5 Mbits/sec 
AP1 y AP2 66.4 Mbits/sec 38.1 Mbits/sec 
Tabla E.31: Diferente MCS en las transmisiones prueba 31 
 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 48, BW = 40 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 300 Mbits/sec - 
AP2 - 102 Mbits/sec 
AP1 y AP2 98.4 Mbits/sec 101 Mbits/sec 
Tabla E.32: Diferente MCS en las transmisiones prueba 32 
 
ANEXO E. RESULTADOS INTERFERENCIA ENTRE CANALES   81 
 
 
 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 44, BW = 40 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 300 Mbits/sec - 
AP2 - 108 Mbits/sec 
AP1 y AP2 72.3 Mbits/sec 101 Mbits/sec 
Tabla E.33: Diferente MCS en las transmisiones prueba 33 
 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 40, BW = 40 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 300 Mbits/sec - 
AP2 - 114 Mbits/sec 
AP1 y AP2 95.8 Mbits/sec 62.5 Mbits/sec 
Tabla E.34: Diferente MCS en las transmisiones prueba 34 
 
AP1  Canal 36, BW = 80 MHz, Pottx_router = 0 dBm 
AP2  Canal 36, BW = 40 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 300 Mbits/sec - 
AP2 - 115 Mbits/sec 
AP1 y AP2 94 Mbits/sec 62.15 Mbits/sec 
Tabla E.35: Diferente MCS en las transmisiones prueba 35 
 
AP1  Canal 36, BW = 40 MHz, Pottx_router = 0 dBm 
AP2  Canal 40, BW = 40 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 235 Mbits/sec - 
AP2 - 115 Mbits/sec 
AP1 y AP2 78.85 Mbits/sec 53.95 Mbits/sec 
Tabla E.36: Diferente MCS en las transmisiones prueba 36 
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AP1  Canal 36, BW = 40 MHz, Pottx_router = 0 dBm 
AP2  Canal 36, BW = 40 MHz, Pottx_router = 0 dBm 
 AP1 AP2 
AP1 235 Mbits/sec - 
AP2 - 115 Mbits/sec 
AP1 y AP2 76 Mbits/sec 59.2 Mbits/sec 
Tabla E.37: Diferente MCS en las transmisiones prueba 37 
 
 
