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Summary 
Illegitimate communication of copyrighted material to the public through 
file sharing is one of the most debated subjects of our time. The develop-
ment of technology has made it possible for individual people to quickly 
and free of charge assimilate music and movies in perfect condition without 
any compensation being paid to the creators or other rights holders. As a 
result of the anonymity the internet offers this issue is hard to fight. In this 
paper the responsibility of the individual intruder is straightened out and 
balanced against the interests of the rights holders. 
 
The important role of copyright in our society and cultural life is empha-
sized in several international conventions. The compliance of copyright, 
especially in a digital environment, may not however have too much of a 
negative impact on fundamental rights, such as personal integrity, the right 
to privacy, the protection of personal information, freedom of information, 
and freedom of speech. The rights holders are in need of effective sanctions 
to stop intrusions, but the global structure of file sharing combined with an 
almost endless number of perpetrators has made the balance of interests a 
phenomenon which is hard to solve. The principle of proportionality is cen-
tral and follows as a main thread through the debate. 
 
New ways to share files are developed constantly and the pursuit of file 
sharers is often perceived as a fight against technology. Different technical 
structures make it hard for rights holders to collect evidence and identify 
intruders. In some cases, identification is impossible since there are services 
making users completely anonymous. Which actor to focus the choice of 
sanction on is therefore a central question. Doing an analysis, two essential 
viewpoints evolve. According to the first one, sanctions should be focused 
on the individual intruder; otherwise the general respect for copyright will 
be lossed. The second one claims that the interests of the rights holders is 
best accommodated by focusing the sanctions on intermediaries, such as 
ISP:s, since they are in a better position to quickly stop intrusions. 
 
The balance of interests looks different in different parts of the world. Swe-
den has had a tendency to have a restrictive attitude towards infringement in 
the privacy and personal integrity of individuals, which has led to frustration 
amongst rights holders. Civil sanctions such as warning letters, fines and 
right to information has not had the desired effects. At the same time, very 
few intrusions lead to prosecution. Around the world, different kinds of ed-
ucational policies combined with blocking internet traffic have started to be 
used. Using blocking as a sanction seems to be an attractive method under 
the condition that it is being predecessed by some kind of hearing. 
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Sammanfattning 
Olovligt tillgängliggörande av upphovsrättsligt skyddat material genom fil-
delning är ett av vår tids mest debatterade ämnen. Teknikens utveckling har 
gjort det möjligt för enskilda personer att snabbt och kostnadsfritt tillgodo-
göra sig perfekta kopior av musik och film. Detta resulterar i att kompensa-
tion uteblir för upphovsmän och deras rättighetshavare. På grund av anony-
miteten på internet är det svårt att bekämpa fenomenet. I detta arbete utreds 
den enskilda intrångsgörarens ansvar ställt mot rättighetshavarens intressen. 
 
Upphovsrättens viktiga roll i samhället och kulturlivet understryks i flera 
internationella avtal. Dess efterlevande, speciellt i digital miljö, får dock inte 
inverka alltför negativt på grundläggande rättigheter, exempelvis personlig 
integritet, rätt till privatliv, skydd av personuppgifter, informations- och 
yttrandefrihet.  Rättighetshavare behöver tillgång till effektiva åtgärder för 
att stoppa intrång men fildelningens globala struktur i kombination med ett 
oöverskådligt antal gärningsmän har gjort denna intresseavvägning till ett 
svårlöst fenomen. Proportionalitetsprincipen har en central roll vid avväg-
ningen och följer som en röd tråd genom debatten. 
 
Sätten att fildela på utvecklas konstant och jakten på fildelare uppfattas ofta 
som en kamp mot tekniken. Olika tekniska strukturer gör det svårt för rät-
tighetshavare att samla bevisning och identifiera intrångsgörare. I vissa fall 
är identifikation rent av omöjlig då det erbjuds tjänster som gör användare 
helt anonyma. Vilka aktörer man bör rikta sitt val av åtgärd mot blir därför 
en central fråga. Vid en analys framträder två grundläggande ståndpunkter. 
Enligt den ena bör man fokusera på den enskilda intrångsgöraren, annars 
riskerar man att respekten för upphovsrätten går förlorad. Enligt den andra 
tillgodoses rättighetshavarnas intressen bäst genom att åtgärderna inriktas på 
mellanhänder, t.ex. internetleverantörer, då dessa har möjlighet att snabbt 
stoppa intrång. 
 
Intresseavvägningen har fallit ut på skilda sätt i olika delar av världen. Sve-
rige har tenderat att vara restriktiv mot ingrepp i enskildas privatliv och in-
tegritet vilket har väckt frustration hos rättighetshavare. Civilrättsliga åtgär-
der i form av varningsbrev, vite och informationsföreläggande har hittills 
inte gett önskad effekt. Samtidigt leder en bråkdel av intrången till åtal. 
Runt om i världen har man börjat använda sig av olika former av utbildande 
policy i kombination med blockering av internettrafik. Blockering framstår 
som en attraktiv åtgärd under förutsättning att det förordnas om genom nå-
gon typ oberoende prövning. 
 
 3 
Förord 
Mitt intresse för internet och upphovsrätt grundar sig i huvudsak i en bak-
grund som tävlande datorspelare samt utövande musiker. Att få kombinera 
studierna i juridik med mina två största intressen har varit väldigt roligt och 
givande. Den sista terminen på juristutbildningen har varit enormt kul och 
det är med spänning och glädje jag ser fram emot ett väntande yrke inom 
humanjuridiken. 
 
Jag vill inledningvis tacka Jerker Edström som tog sig tid att diskutera upp-
hovsrätt på internet och hjälpte mig med arbetets inriktning. Jag vill även 
tacka Daniel Westman som har svarat på frågor och ställt upp som bollplank 
när jag har stött på upphovsrättsliga problem. Ett särskilt tack riktas till Hen-
rik Pontén som förklarade hur Antipiratbyrån går till väga för att identifiera 
intrångsgörare samt gav mig tips om rättsfall att studera. 
 
Ett stort tack riktas till min handledare, professor Peter Westberg, som gav 
mig mycket frihet under tiden jag skrev min uppsats. Peter har varit en stor 
inspirationskälla och har fortlöpande bidragit med insiktsfulla funderingar 
och har även fungerat som diskussionspartner.  
  
Jag vill tacka båda mina föräldrar, Angelica och Reine Nelson, vilka har 
korrekturläst uppsatsen samt kommit med värdefull kritik. De har även ut-
gjort ett stort stöd både på det juridiska planet samt i föräldrarollen genom 
hela min utbildning och för det är jag evigt tacksam. Utan dem hade jag 
förmodligen aldrig fått upp ögonen för juridik. Avslutningsvis vill jag tacka 
mina syskon, Veronica och Alexander Nelson, som alltid finns där när man 
behöver dem. 
 
Lund i januari 2014 
 
Felix Nelson 
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1 Inledning  
1.1 Bakgrund 
Upphovsrätten utgör den immaterialrättsliga disciplin till vilken man hänför 
litterära och konstnärliga verk. I praktiken rymmer disciplinen även kom-
munikations- och nöjesindustrin samt alla slags kulturprodukter. I svensk 
rätt behandlas upphovsrätten i huvudsak i 1960 års URL, vilken har genom-
gått många reformer. Tillkomsten av nya verk samt teknikutvecklingen har 
tvingat fram lagändringar i över 50 års tid.
1
 Den digitala utvecklingens 
framfart har gjort det möjligt att över internet sprida upphovsrättsligt skyd-
dade verk på ett sätt man tidigare inte kunnat föreställa sig.
2
 
 
I slutet av 1990-talet hade musikindustrin lyckats få musiklyssnare att upp-
datera sin vinylsamling till CD vilket genererade stor vinst för bolag i mu-
sikbranschen. Under samma tid började musik spridas digitalt på ameri-
kanska universitet via en plattform kallad Napster. Elever kunde snabbt, 
enkelt och gratis skicka ljudfiler sinsemellan. Napster var den första mjuk-
varan av sitt slag och hade efter en tid 80 miljoner användare.
3
 
 
Några år senare lanserades fildelningstjänsten KaZaA som byggde på ny 
teknik och erbjöd spridning av, förutom musik, även filmer, bilder, fotogra-
fier och Microsoft Word-dokument.
4
 Hot riktades således inte längre endast 
mot musikindustrin utan mot upphovsrätten i allmänhet. Den decentralisera-
de tekniska struktur KaZaA byggde på kom att väcka många juridiska frå-
gor, inte minst beträffande ansvarsgrund och informationsfrihet.
5
 Samma 
frågor aktualiserades i det uppmärksammade fallet mot The Pirate Bay i 
Sverige där ett annat fildelningsprotokoll, BitTorrent, var aktuellt.
6
 
 
Den enorma olagliga spridningen av upphovsrättsligt skyddat material har 
lett till att rättighetshavare kräver bättre och effektivare åtgärder för att be-
kämpa intrång. Bland annat infördes i svensk rätt år 2009 möjlighet att i 
civilrättsliga tvister genom informationsföreläggande
7
 få ut information om 
vem som döljer sig bakom ett IP-nummer. Sådana uppgifter är skyddade av 
internationella konventioner och avtal samt grundlag varför det i varje en-
skilt fall krävs en intresseavvägning och proportionalitetsbedömning gjord 
                                                 
1
 Levin (2011) s. 67f; Se även Bernitz, s. 30ff. 
2
 Prop. 2004/05:110 s. 1. 
3
 Rosén, H., s. 14; Goldsmith & Wu, s. 106f. 
4
 Goldsmith & Wu, s. 109. 
5
 Jfr Akester, s. 109f och Goldsmith & Wu, s. 111. 
6
 Svea hovrätts dom i mål B 4041-09, piratebaymålet; Se även http://thepiratebay.se/about/ 
där skaparna bakom The Pirate Bay uttrycker att deras servrar endast innehåller torrentfiler 
och inga upphovsrättsligt skyddade verk varför de ej kan hållas ansvariga för vad som 
sprids genom deras tjänst. 
7
 Se avsnitt 3.2.3. 
 6 
av domstol för att lämna ut sådan information. De åtgärder som står till buds 
i svensk rätt idag framstår dock som allt för ineffektiva. 
1.2 Syfte och frågeställningar 
Internets uppbyggnad kring slutanvändare med avsaknad av en central 
struktur gör ansvarsfrågan problematisk. Vem som är gärningsman, med-
hjälpare eller ansvarsfri är inte helt klart. Runt om i världen finns exempel 
på hur rättighetshavare har försökt hävda sin rätt genom att inrikta sig på 
privatpersoner
8
, aktörer som hjälper till att sprida material
9
 och mellanhän-
der
10
. Syftet med denna uppsats är att utreda den individuella intrångsgöra-
rens ansvar i förhållande till rättighetshavarens intressen vid olovlig fildel-
ning av upphovsrättsligt skyddat material. För att finna klarhet i uppsatsens 
huvudsakliga syfte kommer följande delfrågor att besvaras: 
 
 Vilken intresseavvägning ligger bakom de svenska ansvarsreglerna 
för den enskilda intrångsgöraren? 
 Vilka effektiva åtgärder ryms under de nu gällande reglerna i syfte 
att ingripa mot olovlig fildelning? 
 Bör andra åtgärder än de som nu ryms under ansvarsreglerna införas 
i svensk rätt? 
1.3 Avgränsningar 
Upphovsrätt är den enda immateriella rättighet som kommer att beröras med 
fokus på musik och film. Olovlig fildelning är ett globalt problem vilket 
innebär att händelseförloppen oftast är gränsöverskridande. Arbetet koncent-
reras i huvudsak på Sverige och därtill anknytande internationella åtaganden 
men i viss utsträckning, exempelvis beträffande åtgärder de lege ferenda, 
utreds idéer från andra delar av världen. Vad gäller åtgärder som inriktas på 
andra aktörer än enskilda fildelare utreds inte ansvarsfrågan för dessa aktö-
rer utan endast åtgärderna som sådana. Beträffande fildelningsteknik be-
handlas främst P2P. 
1.4 Metod och material 
I huvudsak används regel- och rättskälleanalytisk metod. Undersökningen 
utgår från lagar, direktiv, doktrin, förarbeten och praxis för att systematisera, 
beskriva och tolka gällande rätt.
11
 Avgöranden från Högsta domstolen finns 
i mycket begränsad utsträckning och härledning beträffande argument och 
                                                 
8
 Goldman & Wu, s. 114f; Mo, s. 48ff; Växjö tingsrätts dom i mål B 4155-09; Södertörns 
tingsrätts dom i mål B 15075-12; Östersunds tingsrätts dom i mål B 2942-11. 
9
 A&M Records, Inc. v. Napster, Inc.; MGM Studios, Inc. v. Grokster, Ltd.; Akester, s. 
109f; Piratebaymålet; Svea hovrätts dom i mål B 4376-12; Södertörns tingsrätts dom i mål 
B 15039-11; Linköpings tingsrätts dom i mål B 633-10. 
10
 Larusson, s. 128ff; Mål C-70/10. 
11
 Jfr rättsdogmatisk metod, Holm & Kellgren, s. 47. 
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resonemang hämtas därför i stor utsträckning från underinstanspraxis. Även 
artiklar och internetkällor utgör grund för arbetet. 
1.5 Disposition 
I kapitel 2 presenteras svensk upphovsrätt och hur lagstiftningen har påver-
kats av internationella åtaganden. Sedermera behandlas upphovsmäns och 
rättighetshavares rättigheter samt legitima inskränkningar i dessa rättigheter. 
I samma kapitel beskrivs fildelning och mer konkret P2P-nätverk och dess 
vanligaste protokoll, BitTorrent. Avslutningsvis följer en genomgång av 
straff- och skadeståndsansvar. 
 
I kapitel 3 behandlas åtgärder för att stoppa intrång. Först uppmärksammas 
kravet på proportionalitet följt av hur intrångsgörare identifieras. Sedan be-
handlas varningsbrev, vitesförbud och graduate response policy. I fjärde 
kapitlet följer en analys av den enskildes intressen vilka vägs mot upphovs-
rättsliga rättigheter. Den enskildes intressen utgörs av integritetsskydd, 
åsikts-, yttrande- och informationsfrihet, skydd för privat- och familjeliv 
samt personuppgiftsskydd. Kapitlet avslutas med en kommentar vari utreds 
bland annat huruvida nu gällande åtgärder är effektiva. I sista avsnittet pre-
senteras egna konklusioner innefattande analys av delfrågorna. Konklusio-
nerna innehåller avslutande reflektioner beträffande arbetets huvudsyfte. 
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2 Upphovsrätt och fildelning 
2.1 Introduktion till upphovsrätten 
Upphovsrättens centrala reglering finns i URL.
12
 Upphovsrättsligt skydd 
omfattar litterärt eller konstnärligt verk, s.k. auktorverk, och inbegriper ver-
ket så som det har kommit till uttryck. Detta innebär att en idé eller en tanke 
bakom ett verk inte åtnjuter upphovsrättsligt skydd.
13
 Uttrycket litterärt el-
ler konstnärligt verk ska tolkas i mycket vidsträckt mening. Som exempel 
på vad som skyddas kan nämnas skönlitteratur, vetenskapliga arbeten, 
handböcker, filmverk, bildkonst och musikaliska verk.
14
 
 
Av 1 § URL följer att ett verk måste vara skapat av någon för att åtnjuta 
skydd. Detta medför att alstret inte får vara rent mekaniskt frambringat.
15
 En 
väsentlig grund i upphovsrätten utgörs av upphovsmannen, dvs. skaparen 
som äger den ursprungliga rätten till ett verk.
16
 Uteslutande fysiska personer 
kan vara upphovsmän.
17
 Verket måste bära viss prägel av självständighet 
och originalitet.
18
 Idag används ofta termen verkshöjd som krav på upphovs-
rättsligt skydd. Detta knyter an till ett EU-konformt originalitetsbegrepp 
enligt vilket ett verk ska vara ett uttryck för upphovsmannens egna intellek-
tuella skapelse.
19
 
 
Upphovsrättsskyddet är formlöst
20
 och kräver ingen registrering för att upp-
stå. Rätten består framförallt i ett efterbildningsskydd och garderar mot 
oauktoriserat eftergörande och utnyttjande. För skydd krävs subjektiv nyhet 
vilket innebär att envar som genom personlig insats skapar verk kan göra 
anspråk på rätt därtill. Detta gäller även om det senare visar sig att individu-
ellt skapade alster är relativt lika.
21
 Upphovsrätten är utformad som en en-
samrätt, dvs. att en närmare angiven person ges rätt att ensam exploatera sitt 
verk, och innefattar olika förfoganden som t.ex. försäljning, uthyrning och 
tillverkning. Även om endast en del av ett verk reproduceras faller det in 
under ensamrätten.
22
 I NJA 1995 s. 256 uttalade HD att det krävs att den 
kopierade delen i sig har tillräcklig verkshöjd för att omfattas av upphovs-
                                                 
12
 Prop. 2008/09:67 s. 73; Bet. 1986/87:LU11 s. 1; Levin (2011) s. 68. 
13
 Bet. 1986/87:LU11 s. 1f. 
14
 Prop. 1960:17 s. 48; Bet. 1986/87:LU11 s. 2. 
15
 Bernitz, s. 52. 
16
 A.a. s. 33. 
17
 Prop. 1960:17 s. 84. 
18
 A.a. s. 42. 
19
 Bernitz, s. 53. Ibland uttrycks att det ska vara omöjligt att två individer oberoende av 
varandra skapar nära överensstämmande alster, det s.k. dubbelskapandekriteriet. Kriteriet 
anses av HD utgöra en hjälpregel vid bevisbedömning men är i sig inget krav på verkshöjd, 
se NJA 2009 s. 159 och NJA 2004 s. 149. 
20
 Kravet på formlöshet kommer från Bernkonventionen, se avsnitt 2.2. 
21
 Levin (2011) s. 72 och 81. 
22
 Prop 2008/09:67 s. 73; NJA II 1961 s. 40f. 
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rättsligt skydd.
23
 I sådana situationer aktualiseras både straffrättsliga och 
civilrättsliga sanktioner.
24
 Varje fall av intrångsbedömning görs i två steg. 
Till att börja med måste det utredas huruvida det misstänkta intrånget strider 
mot rättighetshavarens ensamrätt. Om detta anses vara fallet undersöks se-
dermera huruvida åtgärden faller inom ensamrättens skyddsområde.
25
 
 
Vid utarbetandet av URL vägdes upphovsmannens intresse av ensamrätt 
mot det allmännas intresse av informationsfrihet.
26
 Intresseavvägningen 
återfinns till exempel i verkhöjdskravets utformning samt beträffande in-
skränkningarna i upphovsrätten.
27
 Det är från det allmännas sida centralt att 
skyddet för upphovsrätten inte begränsar informationsfriheten i för stor ut-
sträckning. Ensamrätten får inte hindra ett fritt åsiktsutbyte och det måste 
således göras en avvägning mellan ensamrätt och frihet.
28
 
2.2 Internationell påverkan 
Sverige har ett dualistiskt rättssystem. Internationella konventioner måste 
införlivas i svensk rätt för att bli del av den nationella rättsordningen.
29
 Mot-
satsen är monistiska rättssystem där internationella avtal direkt kan använ-
das av nationella myndigheter och omedelbart blir en del av landets rätts-
ordning.
30
 Globalt grundläggande beträffande upphovsrätt är Bernkonven-
tionen från 1886, senaste reviderad i Paris 1971. Konventionen bygger på 
principen om nationell behandling, dvs. att konventionsländerna är förplik-
tade att ge invånare i samtliga medlemsländer samma skydd som sina egna 
medborgare och företag, och principen om minimiskydd, vilket utgör en re-
glering om den lägsta skyddsnivå medlemsländerna måste upprätthålla be-
träffande enskilda som tillhör annan medlemsstat.
31
 Konventionen admini-
streras av WIPO med säte i Genève
32
 och har i dagsläget 167 medlemslän-
der
33
. Från Bernkonventionen kommer kravet på ett formlöst upphovsrätts-
skydd.
34
 Som komplement till Bernkonventionen antog WIPO år 1996 WCT 
som tar sikte på datorprogram och databaser.
35
 De närstående rättigheterna 
skyddas internationellt av Romkonventionen från 1961.
36
 
 
                                                 
23
 Jfr prop. 2004/05:110 s. 50. 
24
 Prop. 2008/09:67 s. 73. 
25
 Bengtsson & Lyxell, s. 45. 
26
 Jfr SOU 1956:25 s. 205ff och prop. 1960:17 s. 121ff. 
27
 Wainikka, s. 297; Som exempel nämns att informationsinnehållet i ett verk inte åtnjuter 
skydd utan endast hur informationen har ”klätts i ord”. Upphovsmannen får således skydd 
samtidigt som allmänhetens intresse av informationsfrihet beaktas, se Wainikka, s. 301. 
28
 A.a. s. 301. 
29
 Bernitz, s. 17. 
30
 Levin (1990) s. 535f; Bernitz, s. 17 not 30. 
31
 Bernitz, s. 12f. 
32
 Levin (2011) s. 42. 
33
 http://www.wipo.int/treaties/en/ShowResults.jsp?lang=en&treaty_id=15. 
34
 Levin (2011) s. 45. 
35
 http://www.wipo.int/treaties/en/ip/wct/summary_wct.html. 
36
 Olsson (2009 I) s. 328; Närstående rättigheter innebär prestationer som har ett nära sam-
band med litterär eller konstnärlig verksamhet, se Bernitz, s. 111. 
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År 1994 antogs inom ramen för WTO det s.k. TRIPs-avtalet i syfte att 
komma tillrätta med industriländernas missbelåtenhet beträffande piratko-
piering och varumärkesförfalskade varor i utvecklingsländer. Medlemslän-
derna förpliktas följa den senaste versionen av Bernkonventionen men 
TRIPs-avtalet ställer även upp krav på mer långtgående materiella skydds-
standarder. Utöver Bernkonventionens princip om nationell behandling 
krävs en mest-gynnad-nations-behandling, dvs. att varje immaterialrättslig 
förmån ett medlemsland beviljar ett annat medlemslands rättssubjekt måste 
som huvudregel även tillerkännas rättssubjekt i samtliga medlemsländer. 
Problematiskt för TRIPs-avtalet är att det finns motsättningar mellan indu-
striländer och utvecklingsländer. I utvecklingsländerna förekommer pirat-
kopiering i stor utsträckning utan att effektiva motåtgärder vidtas. Som re-
sultat av detta har WTO utvecklat en panel för tvistlösning länder emellan. 
Det är uteslutande stater som kan vara parter inför tvistlösningspanelen.
37
 
 
I december 2011 beslutade rådet att för EU:s räkning underteckna det s.k. 
ACTA-avtalet.
38
 ACTA uppmuntrar till samarbete, utbildning och informa-
tionsutbyte beträffande länders lagstiftningar.
39
 Istället för att använda sig av 
sedvanliga organisationer för handel och immaterialrätt utgör ACTA ett 
multilateralt avtal med hemliga förhandlingar utan insyn från vare sig lag-
stiftare eller allmänhet.
40
 Sekretessen har lett till kritik och utbredd oro för 
att immaterialrätten ges en alltför stark innebörd i förhållande till andra in-
tressen.
41
 
2.3 Rättighetshavares rättigheter 
2.3.1 Ekonomiska och ideella rättigheter 
2 § URL innehåller upphovsrättens förfoganderätt, de s.k. ekonomiska rät-
tigheterna. Dessa kan helt eller delvis överlåtas i enlighet med 27 § URL. I 
2 § första stycket föreskrivs upphovsmannens ensamrätt att förfoga över sitt 
verk genom att framställa exemplar av det samt genom att göra det tillgäng-
ligt för allmänheten. Dessa rättigheter innefattar verk i ursprungligt eller 
ändrat skick, i översättning eller bearbetning, i annan litteratur- eller 
konstart eller i annan teknik. Med framställning av exemplar förstås varje 
direkt eller indirekt samt tillfällig eller permanent framställning oaktat form, 
metod eller om det sker helt eller delvis, 2 § andra stycket URL. Genom 
andra styckets reglering fastställs att tillfälliga kopior av verk, exempelvis 
sådana exemplar som lagrats i en dators arbetsminne, omfattas av upphovs-
mannens ensamrätt till verket. Denna rättighet motsvaras av vad som stad-
gas i artikel 2 i direktiv 2001/29/EG, det s.k. infosocdirektivet. Undantag för 
tillfälliga kopior finns i 11a § LEK.
42
 I och med direktivets införlivande i 
                                                 
37
 Bernitz, s. 14ff. 
38
 Bet. 2011/12:NU9 s. 16. 
39
 Bet. 2010/11:NU11 s. 14. 
40
 Motion 2009/10:N368 s. 1. 
41
 Maunsbach & Wennersten, s. 208; Se även Platz, s. 306ff, och Olsson (2012) s. 423f. 
42
 Prop. 2004/05:110 s. 377f; Se avsnitt 2.4. 
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svensk rätt uttalades i propositionen att det är viktigt att värna om upphovs-
rätten. Stimulans av skapande verksamhet måste balanseras mot viktiga all-
männa intressen av att få nyttja verk och vikten av anpassning till den digi-
tala miljön underströks.
43
 
 
Av 2 § tredje stycket första punkten URL framgår att ett verk görs tillgäng-
ligt för allmänheten då det överförs till allmänheten. Med detta menas att ett 
verk görs tillgängligt för allmänheten på trådbunden eller trådlös väg från en 
annan plats än den där allmänheten annars kan ta del av det. I NJA 2012 s. 
975, ljudboksfallet, påtalade HD, efter att ha inhämtat förhandsbesked från 
EU-domstolen,
44
 att begreppet överföring till allmänheten introducerades i 
svensk rätt genom infosocdirektivet. I artikel 3.1 framkommer att begreppet 
innefattar att ett verk görs tillgängligt på så sätt att enskilda kan få tillgång 
till det från en plats och vid en tidpunkt de själva väljer, s.k. tillhandhållan-
de på begäran
45
. Vidare slog HD fast att överföringen är begränsad till så-
dan överföring som sker till just allmänheten och omfattar tillhandahållande 
av verk över internet, oavsett verkstyp eller om det görs tillgängligt på begä-
ran eller på annat sätt.
46
 Det är således oväsentligt huruvida spridning fak-
tiskt skett.
47
 Intentionen med infosocdirektivet var att åstadkomma en hög 
skyddsnivå för, bland andra, upphovsmän. Begreppet överföring till allmän-
heten ska ges en vidsträckt tolkning.
48
 
 
EU-domstolen har konstaterat att innebörden av överföring till allmänheten 
inte preciserats i infosocdirektivet. Det följer av både kravet på enhetlig till-
lämpning av gemenskapsrätten liksom av likhetsprincipen att gemenskaps-
bestämmelser som inte uttryckligen hänvisar till medlemsstaternas rättsord-
ningar ska ges en enhetlig och självständig tolkning inom gemenskapen. 
Vid tolkning av en gemenskapsrättslig bestämmelse ska inte endast dess 
lydelse beaktas utan likväl sammanhanget och de mål som eftersträvas med 
de föreskrifter den ingår i.
49
 
 
Med allmänhet förstås ett obestämt antal potentiella användare.
50
 Detta in-
nefattar en inte alltför liten eller obetydlig krets utan förutsätter ett ganska 
stort antal personer. I bedömningen måste hänsyn tas till spridandets kumu-
lativa effekter, dvs. hur många som i följd efter varandra kan tillgodogöra 
sig verket.
51
 HD påpekade i ljudboksfallet att vid spridning över internet 
måste särskilt beaktas möjligheten att snabbt skapa kontakter och sprida 
information globalt. En webbplats kan exempelvis ha stränga krav på med-
lemskap men trots det ha ett stort antal medlemmar då ”den möjliga allmän-
heten” är i stort sett obegränsad. I dom meddelad 7 mars 2013 konstaterade 
                                                 
43
 Prop. 2004/05:110 s. 1. 
44
 Mål C-461/10. 
45
 Prop. 2004/05:110 s. 45. 
46
 Jfr Olsson (2009 II) s. 62f och prop. 2004/05:110 s. 1f. 
47
 Jfr hovrättsdomen i piratebaymålet s. 17 samt Svea hovrätts domar i mål FT 9477-04 och 
FT 8245-05. 
48
 Se infosocdirektivets ingress punkterna 9, 10, 23 och mål C-393/09 p. 54. 
49
 Mål C-306/05. 
50
 Målen C-89/04 p. 30 och C-192/04 p. 31. 
51
 Målen C-135/10 p. 86-87 och C-162/10 p. 33-35. 
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EU-domstolen att sändning som sker mellan endast en person och en webb-
sida kan utgöra överföring till allmänheten. En sådan teknik hindrar nämli-
gen inte att ett stort potentiellt antal användare parallellt får tillgång till ett 
och samma verk. Det är således av betydelse att tillräckligt många använda-
re individuellt kan kommunicera med webbsidan.
52
 
 
I Sverige har utretts huruvida en bredbandsavgift i form av en utvidgning av 
kassettersättning eller som en tvångslicens skulle kunna införas. Sådant för-
slag har ansetts inkräkta i för stor grad på rättighetshavarnas ensamrätt och 
därmed urholka möjligheten att förfoga över sina rättigheter på en ordnad 
marknad. Rättighetshavares möjlighet att få marknadsmässig ersättning 
samt insatser och investeringar skulle därigenom slås undan.
53
 Professor 
Alexander Peukert har uttalat att tvångslicenser strider mot Bernkonventio-
nen, TRIPs-avtalet och WCT såvida rättighetshavare inte står fria att avstå 
från ett sådant system. Om grundförutsättningen är att upphovsmän innehar 
exklusiva rättigheter att besluta om sina verk på en fri marknad torde det 
inte föreligga hinder för stater att som alternativ införa ett skattefinansierat 
system som upphovsmän kan välja att ansluta sig till.
54
 
 
Professor Chris Reed och Berna Akcali Gur resonerade tvärtemot den 
svenska tankegången i ett av SCL:s policydokument. Enligt WIPO ska upp-
hovsrätt för det första uppmuntra en dynamisk kreativ kultur samtidigt som 
ersättning ska utgå till skaparna så att de kan leva anständiga liv. För det 
andra ska upphovsrätten upprätthålla en spridd och prisvärd tillgång till verk 
för allmänheten. Mellan dessa kriterier ska det råda balans men för mycket 
fokus har riktats mot det första. En långsiktig lösning måste utgå från två 
etablerade antaganden: (i) modellen enligt vilken konsumenter betalar för 
varje enskilt exemplar av musik är död och (ii) konsumenter förväntar sig 
kunna dela information, främst musik, fritt och utan restriktioner. Det före-
slås därför att den bästa lösningen på problemet är att tillhandahållare av 
internet åläggs att betala en licensavgift till rättighetshavare och att använda-
re får förbehållsfri tillgång till musik.
55
 
 
Upphovsrätten är speciell på så sätt att den går utöver vanliga ekonomiska 
intressen. Det personliga förhållandet mellan en skapare och ett verk skyd-
das genom den moraliska eller ideella rätten, droit moral.
56
 De ideella rät-
tigheterna finns i 3 § URL.
57
 Rättigheterna kan inte överlåtas men har trots 
det förmögenhetsvärde. Intrång ger således rätt till ersättning.
58
 I paragra-
fens första stycke stadgas att då exemplar av ett verk framställs eller görs 
tillgängligt för allmänheten ska upphovsmannen angivas i den omfattning 
och på det sätt god sed kräver, droit à la paternité.
59
 Skaparen har även rätt 
                                                 
52
 Mål C-607/11 p. 32-36; Jfr Rosén, J., s. 348f. 
53
 DS 2007:29 s. 14. 
54
 Peukert, s. 78f. 
55
 http://www.scl.org/site.aspx?i=ed16493.  
56
 SOU 1956:25 s. 113; Levin (2011) s. 160. 
57
 Prop. 1960:17 s. 64. 
58
 Karnov nätupplaga, SFS 1960:729, not 24; Jfr prop. 2008/09:67 s. 228; 54 § andra styck-
et fjärde punkten URL. 
59
 SOU 1956:25 s. 113f. 
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att göra sitt verk tillgängligt anonymt. Första stycket måste även respekteras 
i fall då ett verk utnyttjas olovligen.
60
 Vidare framgår av 3 § andra stycket 
URL att verk inte får ändras på så sätt att upphovsmannens litterära eller 
konstnärliga anseende eller egenart kränks, droit au respect.
61
 Verket får 
inte heller göras tillgängligt för allmänheten i form eller sammanhang som 
är kränkande.  
2.3.2 Egendomsskydd 
Av artikel 1 första stycket i Europakonventionens första tilläggsprotokoll 
följer att fysiska och juridiska personer har rätt till respekt för sin egendom 
och att personer endast får berövas sin egendom om det är påkallat ur det 
allmännas intresse samt under förutsättningar som anges i lag och i folkrät-
tens allmänna grundsatser. I andra stycket stadgas att denna bestämmelse 
dock inte inskränker en stats rätt att meddela reglering beträffande nyttjan-
det av egendom på sådant sätt att det tillgodoser det allmännas intresse al-
ternativt för att säkerställa betalning av skatter, andra pålagor, böter eller 
viten. Vid varje form av inskränkning i äganderätten måste proportionali-
tetsprincipen
62
 beaktas, varigenom nödvändigheten med ingreppet måste 
vägas mot det men ingreppet medför för den enskilde.
63
 Rätten till skydd för 
egendom utgör en allmän princip vari immateriella rättigheter ingår.
64
 
 
Enligt 2 kap. 16 § RF har konstnärer, fotografer och författare rätt till sina 
verk i enlighet med bestämmelser meddelade i lag. Ensamrätten i URL är 
sådan beviljad förfoganderätt som utgör en legitim begränsning av yttrande- 
och informationsfriheten som omnämns i 2 kap. 23 § RF.
65
 Bestämmelsen 
utgör hinder för regeringen att meddela föreskrifter med stöd av regeln om 
restkompetens i 8 kap. 7 § första stycket andra punkten RF men utgör inget 
hinder för att meddela verkställighetsföreskrifter i enlighet med 8 kap. 7 § 
första stycket första punkten RF.
66
 
 
I NJA 1985 s. 893 uttalade HD angående publicering av en del av ett mani-
fest i en artikel att yttrandefrihet och informationsfrihet har hög dignitet i 
svensk rätt. Det fanns ett allmänintresse bakom publiceringen och HD ansåg 
att upphovsrätten under sådana omständigheter kan få ge vika för yttrande-
friheten. Vidare konstaterades att intresseavvägningen mellan straffansvar 
för upphovsrättsintrång och yttrandefrihet bör förbehållas lagstiftaren och 
inte domstolen. Ansvarsfrågor liknande de som gjordes gällande i föreva-
rande fall har prövats av lagstiftaren och HD påpekade att författare har en 
grundlagsskyddad rätt till sina verk. HD fortsatte dock med att poängtera att 
det kan uppstå situationer där yttrandefrihetsintresset görs gällande i sådan 
                                                 
60
 NJA 1961 II s. 61f. 
61
 SOU 1956:25 s. 113 och s. 119. 
62
 Se avsnitt 3.1. 
63
 Karnov nätupplaga, SFS 1994:1219, not 110. 
64
 Mål C-275/06 p. 62; Europadomstolens domar nr 28743/03, Melnychuk v. Ukraine och 
nr 73049/01, Anheuser-Busch Inc v. Portugal p. 72; Se även mål C-479/04 p. 65 och NJA 
2012 s. 975. 
65
 DS 2005:54 s. 11. 
66
 Prop. 1975/76:209 s. 159; Jfr Holmberg, s. 160. 
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grad att domstolarna vid åtal för upphovsrättsintrång rimligen måste ta an-
svar för en friande dom. Det sagda kan ha beröringspunkter med straffria 
nödsituationer i enlighet med 24 kap. 4 § BrB. 
 
I NJA 1998 s. 838 hade boken Mein Kampf av Adolf Hitler gjorts tillgäng-
lig för allmänheten sedan ett svenskt förlag gett ut boken. Fråga gällde hu-
ruvida förlaget därigenom inkräktat på Fristaten Bayerns upphovsrätt till 
verket. Den åtalade hävdade bland annat att intresset av tryckfrihet i föreva-
rande fall vägde tyngre än upphovsrätten. HD började med att hänvisa till 
NJA 1985 s. 893 och framhöll att lagutskottet efter fallet uttalat att URL i 
sin dåvarande form ansågs innefatta en lämplig avvägning mellan upphovs-
männens intressen å ena sidan och intresset av en fri opinionsbildning å 
andra sidan.
67
 HD fortsatte med att konstatera att inkorporeringen av Euro-
pakonventionen i viss mån kan ha ändrat rättsläget då artikel 10 ger var och 
en rätt till yttrandefrihet som dock kan underkastas inskränkningar angivna i 
lag. I vissa situationer kan således upphovsrätten ge vika för yttrandefrihe-
ten. I förevarande fall ansågs dock inte sådan ansvarsfrihet vara för handen. 
 
I FN:s allmänna förklaring om de mänskliga rättigheterna artikel 27.2 stad-
gas att envar har ”rätt till skydd för de ideella och materiella intressen som 
härrör från vetenskapliga, litterära och konstnärliga verk till vilka han eller 
hon är upphovsman”. Samma rätt slås fast i artikel 15.1.c i FN:s konvention 
om ekonomiska, sociala och kulturella rättigheter från 1966. Vidare åter-
finns skydd för egendom, uttryckligt innefattande immateriella rättigheter, i 
artikel 17 i EU-stadgan.
68
 Skydd för upphovsrättsliga verk stadgas även i 
artikel 2 i Bernkonventionen och artikel 9 i TRIPs-avtalet. 
2.4 Inskränkningar i ensamrätten 
Ensamrättens inskränkningar behandlas i URL:s andra kapitel. Regleringen 
är i linje med Sveriges internationella åtaganden, huvudsakligen Bernkon-
ventionen. Eventuella tolkningar beträffande avvägningen mellan upphovs-
mannens ensamrätt och andras nyttjande av verk kan därför hämtas därifrån. 
I synnerhet bör trestegsregeln i artikel 9.2 i Bernkonventionen beaktas, en-
ligt vilken ensamrätten till exemplarframställning får begränsas under förut-
sättning att mångfaldigandet inte utgör intrång i verkets normala utnyttjande 
och ej heller inkräktar oskäligt på upphovsmannens legitima intressen. Tre-
stegsregeln återfinns i artikel 5.5 i infosocdirektivet samt i artikel 13 i 
TRIPs-avtalet.
69
 Regeln ansågs inte behöva komma till direkt uttryck i 
URL.
70
 Anledningen till detta var att trestegsregeln bedömdes utgöra en 
tolkningsregel för lagstiftaren och således gör sig gällande vid lagstiftning.
71
  
 
                                                 
67
 HD hänvisar i sitt resonemang till bet. 1986/87:LU11 s. 19. 
68
 Jfr Maunsbach & Wennersten, s. 52f. 
69
 Levin (2011) s. 194. 
70
 Prop. 2004/05:110 s. 81. 
71
 A.a. s. 83; Jfr prop. 1996/97:111 s. 23. 
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11a § URL fick sin nuvarande lydelse i och med införlivandet av infosocdi-
rektivet och har sin motsvarighet i dess artikel 5.1.
72
 Av paragrafens första 
stycke följer att under förutsättning att en framställning utgör en integrerad 
och väsentlig del i en teknisk process får exemplar framställas. Exemplaren 
måste vara flyktiga eller av underordnad betydelse i processen samt sakna 
självständig ekonomisk betydelse. Sådan exemplarframställning är endast 
lovlig om det uteslutande syftet med den är att möjliggöra överföring i nät 
mellan tredje parter via en mellanhand eller laglig användning, dvs. med 
tillstånd från upphovsmannen eller dennes rättsinnehavare,
73
 alternativt an-
nat brukande som inte strider mot URL, 11a § andra stycket första och andra 
punkterna URL. 
 
Bestämmelsen infördes för att nödvändiga internetöverföringar inte skulle 
vara olagliga. När information skickas över internet lagras den i servrar och 
routrar liksom i form av caching
74
 i datorers RAM-minnen eller som client 
caching på hårddiskar. Utan möjlighet till caching skulle internet bryta 
samman. Om dessa mellanlagringar krävde upphovsmannens tillstånd skulle 
modern informationsteknologi inte fungera. Bestämmelsen omfattar dock 
inte nerladdning eftersom det då inte är fråga om tillfälliga kopior.
75
 Exem-
plar som utgör en integrerad och väsentlig del av en teknisk process är ex-
empelvis tillfälliga kopior som lagras på arbetsminnet i persondatorer då 
någon ”surfar på nätet”. Även andra typer av användning av verk i digitalt 
format kan omfattas av bestämmelsen. Att exemplar ska vara flyktiga eller 
ha underordnad betydelse innebär i huvudsak att varken nätverksoperatörer 
eller användare kan påverka omständigheter med anknytning till kopian. 
Vidare får kopian inte ha självständig ekonomisk betydelse. En kopia kan 
komma att få ekonomisk betydelse om exempelvis en i och för sig tillfällig 
cachekopia som lagras på en server finns kvar efter att det ursprungliga ex-
emplaret tagits bort från internet.
76
 
 
I 12 § första stycket URL stadgas att man får framställa ett eller några få 
exemplar av offentliggjorda verk för privat bruk. Bestämmelsen har sin 
grund i artikel 5.2.b i infosocdirektivet.
77
 Regleringen tar sikte på alla ”van-
liga” verk, dvs. litterära, konstnärliga, musikaliska verk och filmverk. Re-
geln innefattar endast exemplarframställning och utesluter därigenom andra 
typer av upphovsrättsliga nyttjanden.
78
 Av 12 § fjärde stycket URL följer att 
förlagan till det kopierade exemplaret måste ha offentliggjorts eller fram-
ställts lovligen. Det är den egentliga förlagan som måste ha varit lovlig var-
för exemplar som benämns i 11a § inte är tillämpliga vid bedömningen. Re-
levant förlaga är den som ursprungligen lagts upp på nätverket.
79
 
 
                                                 
72
 Prop. 2004/05:110 s. 380f. 
73
 Infosocdirektivets ingress p. 33; Prop. 2004/05:110 s. 381; DS 2003:35 s. 445ff. 
74
 Caching är inte ett klart definierat rättsligt uttryck men innebär i korthet tillfällig lagring, 
Olsson (2009 I) s. 130. 
75
 Olsson (2009 II) s. 121ff.  
76
 Prop. 2004/05:110 s. 381; DS 2003:35 s. 445f. 
77
 Prop. 2004/05:110 s. 382; Se avsnitt 2.4. 
78
 Olsson (2009 II) s. 126. 
79
 Prop. 2004/05:110 s. 384. 
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Ett offentliggjort verk innebär enligt 8 § URL att det lovligen ska ha gjorts 
tillgängligt för allmänheten. Med detta menas att det i regel ska ha gjorts 
tillgängligt med upphovsmannens samtycke. Ett nyttjande är lovligt även i 
de fall då ett verk offentliggjorts i enlighet med inskränkningarna i URL:s 
andra kapitel.
80
 Att en framställning sker för privat bruk innebär att kopie-
ring sker för eget behov eller till närmaste familje- eller vänkretsen. Det är 
således endast tillåtet att framställa exemplar för verkligt personligt behov, 
exempelvis för nöjes skull eller för eget studium.
81
 Kopieringen får varken 
ha direkt eller indirekt kommersiellt syfte.
82
 Man får inte ladda upp en lag-
ligt nerladdad kopia då den därigenom används för andra ändamål än priva-
ta.
83
 I de fall fildelningsprogram både laddar upp och ner filer får 12 § URL 
begränsad betydelse.
84
 
 
Av 19 § första stycket URL följer att exemplar av verk som med upphovs-
mannens samtycke överlåtits inom EES får spridas vidare. Bestämmelsen 
innebär inte att spridningsrätten för original eller kopior i allmänhet konsu-
meras.
85
 Regeln tar sikte på just det exemplar som en gång överlåtits och 
inte andra exemplar av samma verk.
86
 Av 19 § andra stycket första punkten 
URL följer att upphovsmannen behåller rätten till uthyrning av bland annat 
filmverk till allmänheten. Utgångspunkten inom upphovsrätt är att upp-
hovsmannen bör förbehållas rätten att gagnas ekonomiskt av alla sådana 
utnyttjanden av verket som är av praktiskt betydelse.
87
 
2.5 Fildelning 
2.5.1 P2P 
P2P-tekniken bygger på att datorer länkas samman i olika nätverk på inter-
net. Användarna, peers, använder sig av mjukvara som möjliggör för deras 
datorer att kommunicera med varandra på ett sådant sätt att de kan söka ef-
ter och dela med sig av material som lagras på deras datorer. Varje intrång 
som sker över P2P-nätverk innehåller följande aktörer:  
 
 personen som laddar upp upphovsrättsligt skyddat material på en da-
tor och låter andra användare komma åt materialet;  
 personen som tillgodogör sig det uppladdade materialet; 
 en P2P-operatör som gör delningen möjlig; 
                                                 
80
 SOU 1956:25 s. 162; Prop. 1960:17 s. 86f. 
81
 Olsson (2009 II) s. 127. 
82
 Prop. 2004/05:110 s. 110. 
83
 Olsson (2009 II) s. 129. Uppladdning innebär att användaren tillgängliggör verk för all-
mänheten medan nerladdning utgörs av kopiering av ett uppladdat exemplar, jfr prop 
2008/09:67 s. 162. 
84
 Adamsson, s. 34; Se avsnitt 2.5.2. 
85
 Prop. 2004/05:110 s. 185. 
86
 Adamsson, s. 42. 
87
 Prop. 1960:17 s. 60. 
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 en internetleverantör, ISP, som tillgodoser ovanstående parter med 
internetaccess.
88
 
Man skiljer i huvudsak mellan centraliserade, förmedlande och decentrali-
serade P2P-nätverk.
89
 Centraliserade nätverk är strukturellt uppbyggda 
kring en central server. Användare ansluter sig till och kommunicerar ge-
nom servern.
90
 En plattform som i viss mån använde sig av denna struktur 
var Napster. När en användare sökte efter en ljudfil inhämtade Napsters ser-
ver internetadresser tillhörande sökaren samt en värd med den aktuella filen, 
s.k. host. Servern skickade sedan värdens internetadress till sökaren vars 
dator använde denna information för att upprätta en länk mellan användarna 
så att sökaren kunde ladda ner en kopia av ljudfilen från hosten.
91
 Napsters 
sökfunktion var således centraliserad men själva fildelning skedde direkt 
mellan användarna.
92
 Då all kommunikation passerade Napsters server kol-
lapsade systemet när servern lades ner.
93
 
 
Liksom centraliserade nätverk är förmedlande nätverk uppbygga kring en 
eller flera centrala servrar. Skillnaden mellan de två nätverken är att i för-
medlande nätverk passerar varken kommunikation eller fildelning den cen-
trala servern. Servern upprätthåller endast en plats där användarna delar 
information sinsemellan. I decentraliserade nätverk förekommer ingen cen-
tral server över huvudtaget. Användarna finner varandra, kommunicerar och 
delar filer utan en centraliserad struktur.
94
 Kommunikationen sker symmet-
riskt och användarna har likvärdiga roller i spridningsprocessen.
95
 
2.5.2 BitTorrent 
BitTorrent-tekniken, vilket är en typ av P2P-teknik,
96
 har uppmärksammats 
bland annat genom avgörandet mot fildelningstjänsten The Pirate Bay
97
 och 
grundar sig på en decentraliserad fildelningsstruktur.
98
 Det är i dagsläget det 
vanligaste sättet att fildela på.
99
 Tekniken bygger på att en fil delas upp i 
små delar och laddas sedan ner del för del från olika användare. För att dela 
en fil med andra användare skapar man en s.k. torrentfil vilket är en liten fil 
som innehåller information om huvudfilen samt om datorn som koordinerar 
distributionen. Andra peers använder sig av torrentfilen för att därigenom 
tillgodogöra sig huvudfilen. Samtidigt som delarna laddas ner till använda-
                                                 
88
 Larusson, s. 124f. 
89
 Scheman över nätverken finns bifogade i Bilaga – P2P-nätverk. 
90
 Larusson, s. 124. 
91
 A&M Records, Inc. v. Napster, Inc., 239 F.3d 1004 at 1012; Jfr Harrison & Taylor, s. 
120. 
92
 Harrison & Taylor, s. 21. 
93
 Goldsmith & Wu, s. 108. 
94
 Larusson, s. 124. 
95
 Harrison & Taylor, s. 203. 
96
 Stockholms tingsrätts dom i mål B 13301-06 mot The Pirate Bay, s. 14. 
97
 Se Svea hovrätts dom i piratebaymålet. 
98
 Edwards, s. 17. 
99
 Bet. 2008/09:NU11 s. 132. 
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rens dator delas de ut till andra peers. När huvudfilen är fullt nerladdad blir 
användaren en seeder.
100
 
 
Torrentfilen är en metadatafil. Den innehåller inte huvudfilen i sig. När en 
torrentfil öppnas på användarens dator involveras en BitTorrent-tracker ge-
nom vilken peers kan upprätta kontakt med varandra för att dela huvudfilen. 
Trackern underrättar användaren om andra peers som delar huvudfilen. Se-
dan sker en ”handskakning” mellan användarna och huvudfilens delar börjar 
delas dem emellan i en svärm. En svärm består av både seeders och lee-
chers, dvs. peers som ännu inte har en komplett version av huvudfilen.
101
 
Fildelningen sker mellan användarna men dessa måste till en början kom-
municera med trackern för att få kontakt med varandra. För det mesta sker 
regelbunden kommunikation mellan användarna och trackern men detta är 
inte en nödvändighet. Även om den initiala kommunikationen inte är bun-
den till en specifik tracker utgör den en viktig beståndsdel för BitTorrent-
nätverk.
102
 Fildelningstjänsten The Pirate Bay består av en webbplats med 
tillhörande databas där torrentfiler lagras. The Pirate Bay fungerar även som 
tracker. Inga faktiska verk finns på tjänstens servrar.
103
 
 
Fokus beträffande åtgärder vid olovlig fildelning har i huvudsak riktats mot 
användare som upprepade gånger har laddat upp material. Med BitTorrent 
leder detta till att man även attackerar nerladdare då dessa automatiskt blir 
uppladdare. I propositionen till införlivandet av sanktionsdirektivet fram-
hölls att just uppladdning kan leda till stor skada för upphovsmän.
104
 Även 
om man bara laddar ner ett exemplar av ett verk sprider man det vidare till 
ett obegränsat antal potentiella användare. Detta blir problematiskt i vissa 
civilrättsliga system som t.ex. Frankrike där nerladdning av några få exem-
plar för privat bruk är en legitim inskränkning av upphovsrätten. Ingen en-
skild användare i svärmen kan identifieras som den som tillhandahåller hela 
verket utan det tillförses genom små delar av samtliga peers. Rent praktiskt 
är det även problematiskt att hävda sin rätt gentemot miljontals använda-
re.
105
 
 
Det är oklart om varje enskild del når upp till kravet på verkshöjd.
106
 I vissa 
jurisdiktioner har domstolar konstaterat att verk tillgängliggörs för allmän-
heten även om det inte resulterar i en faktisk nerladdning men rättsläget är 
för tillfället osäkert. Problematiken berörs inte i fallet mot The Pirate Bay. 
Det har dock framhållits att det är rimligt att anta att domstolen i målet ap-
plicerade generella straffrättsliga regler och därmed ansåg att samtliga an-
vändare i en svärm är medhjälpare till att göra verk tillgängliga för allmän-
heten.
107
 Justitiedepartement framhöll beträffande BitTorrent-tekniken att 
det inte är nödvändigt att det krävs ett förfogande av ett helt verk för att in-
                                                 
100
 http://www.bittorrent.com/help/faq/concepts. 
101
 Edström & Nilsson, s. 483f. 
102
 Axhamn (2012) s. 40. 
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 Jfr NJA 1995 s. 256 ovan i avsnitt 2.1. 
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trång ska föreligga. Om rättighetshavaren inte samtyckt är det fråga om otil-
låtet tillgängliggörande och otillåten exemplarframställning under förutsätt-
ning att delen i sig har tillräcklig verkshöjd.
108
 Justitiedepartementet utveck-
lade dock inte resonemanget om verkshöjd och egentligen framkom inget 
nytt i förhållande till vad som tidigare påpekats.
109
 
 
Svea hovrätt har konstaterat att ensamrätten torde ”innefatta förfoganden 
genom vilka sekvenser av ett verk överförs eller framförs såvida upphovs-
mannens originalitet kommer till uttryck i sekvensen i fråga […]. Ett frag-
ment av ett verk som är alltför begränsat för att anses representera verket 
faller således utanför det upphovsrättsliga skyddet.” Hovrätten fastslog att 
den uppladdning som sker innan användaren har en komplett version av 
verket på sin dator inte utgör upphovsrättsintrång men däremot att intrång 
föreligger när användaren väl laddat ner en komplett version och tillhanda-
håller ett helt verk. Att det kompletta verket sedan delas upp i små be-
ståndsdelar saknar relevans.
110
 HD har meddelat prövningstillstånd och fal-
let har i skrivande stund inte avgjorts.
111
 Resonemanget tycks bortse från att 
varje enskild del som delas ut i teorin kan leda till att en intrångsgörare på 
annat håll därigenom får en komplett version av verket. Vidare talar inte 
avgörandet heller för antagandet i anknytning till Piratebaymålet att varje 
peer i en svärm anses vara medhjälpare till huvudbrottet. I förevarande fall 
framgår det av förundersökningsmaterialet att den åtalade identifierats i 
samband med en husrannsakan beträffande annat brott. Det torde därför 
fortfarande förhålla sig på så sätt att ingen i svärmen kan identifieras som 
tillhandahållare av hela verket. 
2.6 Straff- och skadeståndsansvar 
Den som begår intrång i upphovsrätten i 1 eller 2 kap. URL eller vidtar åt-
gärd som strider mot föreskrift enligt 41 § andra stycket eller 50 § döms till 
böter eller fängelse i högst två år om intrånget skett uppsåtligen eller av 
grov oaktsamhet, 53 § första stycket URL. För försök eller förberedelse till 
brottet döms till ansvar i enlighet med 23 kap. BrB. Av 57 § URL följer att 
straffansvar i enlighet med 53 § även omfattar de närstående rättigheterna i 
5 kap. URL, däribland den uteslutande rätten för framställare av ljud eller 
rörliga bilder att förfoga över sin upptagning genom att framställa exemplar 
av den samt göra den tillgänglig för allmänheten, 46 § första stycket URL.  
 
Departementschefen framhöll i lagstiftningsärendet att många överträdelser 
inom upphovsrätten ofta är av bagatellartad karaktär varför även ett lågt 
bötesbelopp ofta skulle framstå som stötande. Att generellt göra oaktsamhet 
straffbart ansågs därför vara att gå för långt och gränsen borde lämpligast 
dras vid grov oaktsamhet.
112
 I och med teknikens utveckling är intrången 
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 DS 2007:29 s. 338. 
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 Jfr NJA II 1961 s. 40 och NJA 1995 s. 256. 
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inte längre att anse som bagatellartade och i underinstanspraxis är dagsböter 
inte ovanligt.
113
 
 
I 23 kap. 4 § första stycket BrB stadgas att den som genom råd och dåd har 
främjat en brottslig handling ska dömas till ansvar. Detsamma gäller straff-
belagd gärning i annan lag eller författning förutsatt att fängelse är föreskri-
vet, varför medverkansansvaret i BrB gör sig gällande beträffande upphovs-
rättsintrång.
114
 Av andra stycket följer att den som själv inte är gärningsman, 
men har förmått annan att begå brott, döms för anstiftan till brottet och an-
nars för medhjälp till det. Medverkansansvaret har i flera fall aktualiserats 
vid fildelning. Många olika aktörer är aktiva och viktigast är den som skapar 
det material som överförs, s.k. content provider. Denna person har direkt 
ansvar för spridandet av alster.  Även den som lagrar material för spridning 
på sin dator, s.k. hosting service provider, har en central roll. Andra aktörer 
värda att nämna är nätverksoperatörer och den som agerar access provider, 
dvs. förser användare med internetaccess.
115
 
 
Den som utnyttjar ett verk i strid med URL eller föreskrift i testamente ska 
till upphovsmannen eller dennes rättighetshavare betala skälig ersättning, 54 
§ första stycket URL. I paragrafens andra stycke stadgas att om det obehöri-
ga utnyttjandet görs uppsåtligen eller av oaktsamhet ska kompensation utgå 
även för ytterligare skada som intrånget eller överträdelsen har medfört. Vid 
uträkning av ersättningens storlek ska särskilt beaktas utebliven vinst, in-
trångsgörarens vinst, skada på verkets anseende, ideell skada samt upp-
hovsmannens eller rättighetshavarens intresse av att intrång inte sker. Er-
sättning ska bestämmas efter gängse grunder i branschen. Rätt till ersättning 
föreligger även för intrångets skadliga biverkningar som exempelvis ned-
gång i försäljning, uteblivna beställningar och förlorad möjlighet att utnyttja 
verket på specifikt vinstgivande sätt (t.ex. när en film visas på en TV-kanal 
och därmed inte längre är av intresse för kabelnätet)
116
. Ersättning gäller 
även för personliga obehag och olägenheter.
117
 Eventuella positiva verk-
ningar för upphovsmannen som ett resultat av ett olovligt nyttjande av ver-
ket ska inte inverka på beräkningen av ersättning.
118
 
 
Skadeståndsansvar enligt 54 § första stycket URL uppstår även vid olovligt 
utnyttjande i god tro.
119
 Ansvaret är således strikt. Det måste dock föreligga 
kausalitet mellan skadan och gärningen, dvs. skadan måste ha varit en på-
räknelig följd av handlandet. Skadan måste även ha varit en adekvat följd av 
handlandet. Skadeståndsansvar enligt 54 § andra stycket URL gäller dock 
vid grov oaktsamhet och är således ej strikt.
120
 En kränkning av de ideella 
                                                 
113
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rättigheterna som sker i god tro bör dock ej i något fall leda till ersättnings-
skyldighet.
121
 
 
Den skadelidande måste styrka skadans omfattning. I fall då den skadeli-
dande inte alls eller med svårighet kan förebringa full bevisning åligger det 
domstolen att göra en skälighetsbedömning i enlighet med 35 kap. 5 § RB. 
Domstolen kan inte utdöma ett högre belopp än vad som yrkats.
122
 I NJA 
1984 s. 34 gällde fallet utbjudande av olovligt framställda grammofonski-
vor, s.k. bootlegkopior, menade HD att försäljningen ledde till negativa 
störningar i marknadsföringen av legala skivor. Bootlegkopior är ofta av 
sämre kvalitet än legalt framställda skivor och försäljningen av illegala ko-
pior är ägnad att utsätta inspelade verk för ”förslitning” vilket går ut över 
den legitima försäljningen. Förutom ekonomisk skada ansåg HD att det 
obehöriga utnyttjandet i och för sig även skadat upphovsmännen i ideellt 
hänseende. Med stöd av 35 kap. 5 § RB beräknade HD skäligt skadestånd 
till 15 000 kr. Vid olovlig fildelning torde det dock vara svårt att beräkna 
eventuell skada. Varje nerladdning innebär inte nödvändigtvis utebliven 
försäljning och genom digital kopiering sker heller ingen förslitning. 
 
Vad som undantagits från skadeståndsansvar är fall då kopiering för privat 
bruk skett med stöd av 12 § URL men där förlagan framställts eller gjorts 
tillgänglig för allmänheten på sätt som strider mot 2 § URL, 54 § tredje 
stycket URL. Som exempel nämns i förarbetena fall vid kopiering från in-
ternet under sådana omständigheter att det inte alls framgår att förlagan varit 
olovlig. Det påpekas dock att det oftast inte råder någon tvekan om förla-
gans eventuella legitimitet och god tro torde inte föreligga när film- och 
musikverk gjorts tillgängliga via fildelningsprogram och P2P-nätverk eller 
på en hemsida som inte tillhör det aktuella skivbolaget, filmbolaget eller 
artisten.
123
 Lagutskottet uttalade trots detta i sitt betänkande att grov oakt-
samhet istället för vanlig oaktsamhet, vilket föreslogs av regeringen, torde 
utgöra krav för ersättningsskyldighet. Det hävdades att många som kopierar 
musik och film på internet är ungdomar vilka inte i varje enskilt fall kan 
krävas reagera på misstänksamma förhållanden kring förlagan.
124
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3 Sätta stopp för intrång 
3.1 Proportionalitetsprincipen 
Krav på proportionalitet innebär att det måste göras en intresseavvägning 
mellan skälen för en åtgärd och de men den utsatte drabbas av. Behovet av 
åtgärden måste bland annat ställas mot intrånget i den enskildes integritet. 
Regleringen gör sig särskilt gällande i fall då rättighetshavare vill ha ut upp-
gift om vem som har haft ett visst IP-nummer vid intrång över internet, dvs. 
sådan uppgift som omfattas av tystnadsplikt i enlighet med 6 kap. 20 § 
LEK
125
. För att få ut sådan uppgift krävs intrång av viss omfattning. Har ett 
internetabonnemang använts för omfattade kopiering (nerladdning) av film-
verk och musikaliska verk över internet bör ansökan om att få ut uppgifter 
bifallas. Beträffande tillgängliggörande av verk för allmänheten genom upp-
laddning torde ansökan också bifallas då sådan verksamhet i regel innebär 
stor skada för rättighetshavaren. Rör det sig dock endast om nerladdning av 
några få verk, väger integritetsintresset över. Bedömning måste göras i varje 
enskilt fall.
126
 
 
Det får inte uppstå disproportion mellan de fördelar sökanden vinner och de 
nackdelar åtgärden medför för svaranden. Det får således ej råda för stor 
obalans till den drabbades nackdel. Vissa grundläggande förutsättningar 
krävs för att proportionalitetsprövningen ska kunna uppfylla sin primära 
funktion. Den måste för det första bygga på en inventering av de intressen 
eller värden som ska betraktas som legitima att ta hänsyn till för att utreda 
huruvida proportionalitet är för handen. Vidare krävs för det andra att det 
föreligger en norm som anger prioriteringen mellan dessa intressen eller 
värden eller i vart fall pekar ut en metod för hur denna rangordning ska fast-
ställas.
127
 
 
I RK 2011:2 uttalade kammarrätten i Stockholm att proportionalitetsprinci-
pen i stort innebär att medlen som används vid offentlig maktutövning gent-
emot individer måste stå i rimligt förhållande till vad som eftersträvas med 
åtgärderna. Vidare konstaterades att det inte går att ge någon generell defini-
tion av proportionalitetsprincipen som täcker alla tänkbara situationer. I ge-
menskapsrättsliga sammanhang har ofta tre kriterier redovisats. Först prövas 
om åtgärden är ägnad att tillgodose ändamålet. Sedermera prövas om det 
finns en mindre ingripande åtgärd för ändamålets tillgodoseende. Till sist 
prövas om åtgärdens fördel står i rimlig proportion till den orsakade skadan. 
Det tredje kriteriet brukar beskrivas som proportionalitet i strikt mening. 
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3.2 Identifiering av intrångsgörare 
3.2.1 Bevisning 
För att analysera effektiviteten hos olika åtgärdsstrategier måste rättighet-
shavaren utvärdera tillgången till bevisning samt beviskrav. Faktiska förhål-
landen liksom rättsregler påverkar möjligheterna att säkra bevisning för att 
strategin ska ge önskat resultat. I straffrättsliga sammanhang krävs att det är 
ställt utom rimligt tvivel att den åtalade begått en brottslig handling, medan 
det i en civilrättslig process räcker med att intrånget är styrkt. Intrångets 
miljö, dvs. om det exempelvis rör sig om en lagringstjänst eller P2P-
nätverk, påverkar förutsättningarna för bevisinsamling.
128
 
 
I praxis har uttalats att för fällande dom i brottmål krävs för det första att det 
är styrkt att aktuellt IP-nummer tillhör eller disponeras av den misstänkte 
intrångsgöraren. För det andra krävs att det kan uteslutas att någon annan 
använt sig av den misstänkta intrångsgörarens datorutrustning vid tillfället 
för den dokumenterade spridningen.
129
 I praktiken innebär detta att rättig-
hetshavaren måste säkra bevisning om att skyddat verk vid ett specifikt till-
fälle funnits tillgängligt för allmänheten samt kunnat tillgodogöras från ett 
visst IP-nummer. Filens faktiska innehåll måste i princip kontrolleras och 
dokumenteras. IP-numret måste även kopplas till en viss identifierbar abon-
nent. I dagsläget har de flesta abonnenterna dynamiska IP-nummer, dvs. att 
de tilldelas ett nytt nummer varje gång de ansluter sig till internet. Bevisin-
samling kräver därför att internetleverantören för register över utdelade IP-
nummer samt har rättslig skyldighet att i vissa fall lämna ut sådan informa-
tion. Vidare krävs att intrånget knyts till den som åtalats eller stämts i en 
civilrättslig process. Det kan t.ex. vara så att flera personer i ett hushåll delar 
internetuppkoppling.
130
 Upphovsrättsintrång sker vid själva tillgängliggö-
randet av ett verk och inte när verket faktiskt laddas ner. Det är därför rele-
vant att utreda vem som disponerat uppkopplingen under tiden för tillgäng-
liggörandet snarare än under tiden utredaren laddat ner verket.
131
 
 
För att en fysisk person ska kunna bindas till ett intrång krävs i straffrättsli-
ga mål någon typ av undersökning av den misstänktes utrustning eller annan 
bevisning som når upp till beviskravet. Detta kan ske genom exempelvis 
husrannsakan. Till följd av proportionalitetskravet följer att husrannsakan 
inte kan ske vid misstanke om brott som endast antas föranleda böter.
132
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tvivel” introducerades i svensk rätt genom NJA 1980 s. 725 och får anses vara ett högre 
beviskrav än ”styrkt” inom civilrätten, jfr Westberg (2012) s. 377f. 
129
 Svea hovrätts dom i mål B 8799-05. 
130
 Westman (2012) s. 11f. 
131
 Westman (2006) s. 37. 
132
 Westman (2012) s. 12; Se även SOU 2012:51 s. 24. 
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Fällande dom kan dock förekomma om tilltalad lämnat uppgifter som leder 
till att det är ställt utom allt rimligt tvivel att denne tillgängliggjort verk.
133
 I 
majoriteten av underinstansavgöranden har olovlig fildelning huvudsakligen 
lett till dagsböter och ibland villkorlig dom.
134
  
 
I civilrättsliga sammanhang är det osäkert vilken bevisning som krävs för att 
intrång ska anses styrkt. I Sverige saknas vägledande praxis men i t.ex. 
Danmark har spårning av ett visst IP-nummer inte ansetts tillräckligt för att 
abonnenten ska kunna åläggas skadeståndsrättsligt ansvar.
135
 Användaren 
har ofta påstått sig ha ett öppet nätverk som andra kan tal del av, vilket har 
varit svårt att motbevisa. I Frankrike har abonnenter ålagts ansvar för de 
handlingar som utförs med hjälp av deras uppkopplingar. Det är osäkert om 
denna typ av strikt ansvar uppfyller rättssäkerhetskrav samt om det verkli-
gen är rättspolitiskt önskvärt att ha ett sådant system.
136
 
 
I civilrättsliga tvister får domstol besluta om intrångsundersökning hos nå-
gon i syfte att säkra bevisning, om det skäligen kan antas att denne begått 
eller medverkat till överträdelse av 53 § URL, 56a § första stycket URL. 
Proportionalitetsprincipen måste i förevarande fall beaktas, 56a § andra 
stycket URL. I enlighet med bestämmelsens tredje stycke gäller regleringen 
även vid försök eller förberedelse till intrång. Vid införandet av intrångsun-
dersökning i svensk rätt föreslogs det lägre beviskravet det finns anledning 
att anta, men detta ansågs inte kunna godtas beträffande säkerhetsåtgärder i 
civilprocesser av integritets- och rättighetsskäl.
137
 Intrångsundersökningen 
får endast riktas mot den påstådda intrångsgöraren samt personer som med-
verkat till intrång och således inte mot tredje man.
138
 Sökningen ska avse 
”föremål som kan antas ha betydelse för en utredning om intrånget eller 
överträdelsen”, exempelvis piratkopierat material och skriftliga eller digitala 
handlingar innefattande sådant som lagrats på hårddiskar.
139
  
 
I RH 2009:6 framhöll hovrätten över Skåne och Blekinge att sökanden mås-
te konkret visa att de handlingar undersökningen avser erhåller upphovs-
rättsligt skydd. Sökanden har sådan bevisbörda och någon bevislättnad före-
kommer inte. I RH 2012:44 frångick dock Svea hovrätt bedömningen i RH 
2009:6 och uttalade att det är tillräckligt att det skäligen kan antas att upp-
hovsrättsligt skydd föreligger för åberopade alster. I förarbetena framhölls 
att huruvida påstådd åtgärd innebär intrång inte bör separeras från frågan om 
                                                 
133
 Westman (2006) s. 37; Se även Borås tingsrätts dom i mål B 624-06 och Norrköpings 
tingsrätts dom i mål B 2142-06. 
134
 Se t.ex. Borås tingsrätts dom i mål B 624-06, Sollentuna tingsrätts dom i mål B 1380-05, 
Göteborgs tingsrätts dom i mål B 2323-11, Linköpings tingsrätts dom i mål B 1066-06, 
Uppsala tingsrätts dom i mål B 2848-11 och Svea hovrätts domar i mål B 2330-11 och B 
3117-13. 
135
 Detta har även framförts som ett potentiellt hinder i svensk rätt, se SOU 2012:51 s. 37. 
136
 Westman (2012) s. 12f. 
137
 Prop. 1998/99:11 s. 63f. 
138
 Prop. 2008/09:67 s. 112f; Olsson (2009 II) , s. 498f. 
139
 Olsson (2009 II) s. 500. 
 25 
åtgärder har vidtagits. Intrångsfrågan ska ses i ett sammanhang. Samma be-
viskrav ska således gälla för alla innefattande aspekter.
140
 
 
Spårning av IP-adresser är i vissa fall inte möjlig då det i dagsläget erbjuds 
en stor mängd anonymitetstjänster. The Pirate Bay började 2008 arbeta med 
att kryptera sin överföring till användare och lade även in falska IP-nummer 
i sin egen trafik. Detta ledde till att den information som eventuella spanare 
samlade in förlorade trovärdighet. Vidare förekommer externa betal- och 
gratistjänster som döljer användarnas IP-nummer.
141
 I svensk rätt finns inget 
förbud mot att tillhandahålla kommunikationstjänster för oidentifierade an-
vändare. Det går exempelvis att använda sig av kontantkort med internetac-
cess. Vidare är det oklart huruvida anonymiseringstjänster omfattas av data-
lagringsskyldighet
142
. Sådana tjänsteleverantörer kan dessutom etablera sig i 
utomeuropeiska länder och således undkomma eventuella lagringskrav.
143
 
3.2.2 Tillvägagångssätt vid identifiering 
Ett vanligt förekommande P2P-program är DC++.
144
 Programmet ger till-
gång till servrar, så kallade hubbar, vilka fungerar som sambandscentraler. 
DC++ kräver viss konfiguration efter att det har laddats ner och installerats. 
Som användare måste man bland annat ange ett användarnamn samt en 
mapp som man ger andra användare tillgång till. Genom att ansluta sig till 
en hubb kan man sedan söka igenom andra användares delade mappar under 
förutsättning att de är anslutna till samma hubb. Överföring av filer sker 
sedermera direkt mellan användarna.
145
 Plattformen består av två typer av 
program. Den ena typen är riktad till användare som vill ladda ner och den 
andra till användare som vill skapa en hubb.
146
 
 
DC++ bygger på, till skillnad från BitTorrent, att varje användare tillhanda-
håller fullständiga filer och ner- och uppladdning sker från endast en använ-
dare per fil.
147
 I majoriteten av praxis där DC++ förekommer har en företrä-
dare för upphovsmän eller deras rättighetshavare, exempelvis Antipiratby-
rån
148
 eller IFPI Svenska Gruppen
149
, anslutit sig till en hubb och laddat ner 
filer alternativt listor på tillgängligt material från användare på hubben. När 
kommunikation upprättats har företrädaren lagrat uppladdarens användar-
namn och IP-nummer samt trafikflödet med hjälp av skärmdumpar och/eller 
inspelningsprogram. Filerna har sedan jämförts med originalverk från upp-
                                                 
140
 Jfr prop. 1998/99:11 s. 63 och Bengtsson & Lyxell, s. 125. 
141
 http://www.sydsvenskan.se/kultur--nojen/pirate-bay-krypterar-fildelningen/; Jfr bet. 
2008/09:NU11 s. 132f. 
142
 Se not 253. 
143
 Westman (2012) s. 13; Westman har föreslagit ökat internationellt samarbete för att 
komma tillrätta med fildelningsproblematiken. Ståndpunkten tas upp i avsnitt 4.3. 
144
 För mer information om DC++, besök http://dcplusplus.sourceforge.net/.  
145
 Förklaring hämtad från Ystads tingsrätts dom i mål B 3181-12 samt Södertörns tingsrätts 
domar i mål B 15075-12, B 1982-10 och B 15039-11. 
146
 Södertörns tingsrätts dom i mål B 15075-12. 
147
 Bet. 2008/09:NU11 s. 132. 
148
 För mer information om Antipiratbyrån, besök http://www.antipiratbyran.se/.  
149
 För mer information om IFPI, besök http://www.ifpi.se/.  
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hovsmän som företrädaren representerar och om dessa har konstaterats 
överensstämma har ärendet lämnats över till åklagare. Namn på de som döl-
jer sig bakom IP-numren har lämnats ut av internetleverantören till åklaga-
ren.
150
 I vissa fall har man inriktat sig på tillhandahållare av hubbar.
151
 
 
Med BitTorrent-tekniken är identifikation svårare.
152
 Den 26 november 
2013 dömde Göteborgs tingsrätt en person till dagsböter för att ha tillgäng-
liggjort Beyoncés album ”4”.153 Identifikation gick till på så sätt att IFPI 
Svenska Gruppen anlitade ett utomstående bolag. Bolaget använder sig av 
en speciell programvara som söker efter titlar i olika fildelningsnätverk. 
Hittar programvaran en användare som laddar upp titeln loggas information 
om användaren, exempelvis IP-nummer, om spridningen sker med en tor-
rentfil, vilka tider uppladdning skett mm. Bolagets programvara möjliggör 
nerladdning från en person. Vid användande av BitTorrent kontrolleras varje 
enskild del och när filen har satts ihop på mottagarens dator granskas den 
kompletta filen.
154
 Bolaget är således inte en peer i en svärm utan inriktar 
sig på en användare som man har fått indikationer på tillhandahåller hela 
verket.  
 
Ett annat sätt att attackera problemet på har varit att ställa tillhandahållare av 
torrentsidor till svars för medhjälp till upphovsrättsbrott. Det mest kända 
exemplet är målet mot The Pirate Bay.
155
 Trots fällande dom är dock The 
Pirate Bays hemsida och tracker i skrivande stund fortfarande aktiva.
156
 Ett 
annat nästintill identiskt fall är tingsrättsavgörandet mot fildelningstjänsten 
Powerbits år 2012. Powerbits, liksom The Pirate Bay, hade en webbserver 
med tillhörande hemsida som erbjöd användare möjlighet att söka efter tor-
rents samt tillhandahöll en tracker.
157
 
  
Ett liknande fall är hovrättsavgörandet mot ansvarig bakom hemsidan Stu-
dentbay.se som var inriktad på spridning av undervisningsmaterial.
158
 I fö-
revarande fall användes både torrents och direkt nerladdning av filer. Beträf-
fande den direkta nerladdningen lagrades inget material på Studentbays 
                                                 
150
 Se t.ex. Borås tingsrätts dom i mål B 624-06 (målnr B 4465-06 i hovrätten för västra 
Sverige), Linköpings tingsrätts dom i mål B 1066-06, Södertörns tingsrätts dom i mål B 
1982-10, Södertörns tingsrätts dom i mål B 15075-12 och Växjö tingsrätts dom i mål B 
4155-09.  Se under rubriken ”Skriftlig bevisning” i stämningsansökan i mål B 3181-12 vid 
Ystads tingsrätt. 
151
 Se t.ex. Linköpings tingsrätts dom i mål B 633-10 samt Svea hovrätts domar i mål B 
7972-11 och B 3117-13. I mål B 15075-12 friade Södertörns tingsrätt tillhandahållaren av 
en hubb då det ej motbevisats att hubben endast användes för dess chattfunktion samt att 
nerladdningen som gjorts för att säkra bevisning ej skett via en annan hubb som nerladda-
ren var uppkopplad mot. 
152
 Se avsnitt 2.5.2. 
153
 Göteborgs tingsrätts dom i mål B 16995-11. 
154
 Förundersökningsprotokoll i mål B 16995-11 vid Göteborgs tingsrätt, s. 2; Att använda 
sig av externa företag för att samla in bevisning är inte ovanligt, se SOU 2012:51 s. 30. 
155
 Svea hovrätts dom i piratebaymålet. 
156
 http://www.thepiratebay.se/, senast besökt 2014-01-06. 
157
 Varbergs tingsrätts dom i mål B 1244-10. Domen omprövades till viss del i hovrätten för 
västra Sverige (B 3261-12)  men den upphovsrättsliga frågan överklagades inte. 
158
 Svea hovrätts dom i mål B 4376-12. 
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servrar utan lagringen skedde i form av PDF-filer hos en fildelningstjänst 
vid namn RapidShare. Det gick dock endast att komma åt materialet hos 
RapidShare via Studentbays hemsida. Vad gäller torrentfilerna konstaterade 
hovrätten att det inte var styrkt att de tillhörande verken kunde tillgodogöras 
från Studentbay. Hovrätten uttalade dock att Studentbay gjorde det möjligt 
att ta del av verken som lagrats på Rapidshares server. Detta ansågs utgöra 
tillgängliggörande genom överföring till allmänheten i strid med 2 § tredje 
stycket första punkten URL och själva uppladdningen bedömdes vara ex-
emplarframställning. 
 
En annan metod beträffande BitTorrent har varit att attackera förstaseeders, 
dvs. de som tillhandahåller ursprungsfilen. I ett fall som avgjordes i Väst-
manlands tingsrätt den 17 december 2013 hade identifiering av en uppladda-
re skett på så sätt att Antipiratbyrån gick in på fildelningssidan Swebits.org 
och lagrade IP-numret tillhörande en användare som skapat och laddat upp 
1196 torrentfiler för spridning av upphovsrättsligt skyddat material. Swebits 
lagrade ca 18200 torrentfiler och hade 35200 medlemmar.
159
 I RH 2012:27 
bestämdes påföljden för en person som laddat upp en torrentfil innehållande 
information om en film på The Pirate Bay till ett förhållandevis högt bötes-
straff, trots att brottet skett utan kommersiellt syfte. Gärningsmannen identi-
fierades genom att svärsönerna till en av de medverkande i filmen tog reda 
på vem som döljde sig bakom användarnamnet på The Pirate Bay. Hovrät-
ten konstaterade att det var fråga om spridning i begränsad omfattning, men 
att förfarandet medförde avsevärd risk för spridning. Resonemanget är i 
linje med vad regeringen framhöll vid sanktionsdirektivets införlivande be-
träffande skadeverkningar vid uppladdning.
160
  
3.2.3 Informationsföreläggande 
Av 53c § första stycket URL följer att om en sökande visat sannolika skäl 
för intrång i dennes upphovsrätt eller till överträdelse i enlighet med 53 § 
URL, får domstol vid vite besluta om att sökanden ska få tillgång till infor-
mation om ursprung och distributionsnät för de varor eller tjänster som in-
trånget eller överträdelsen gäller. Anspråket får bland annat riktas mot den 
direkta intrångsgöraren, medhjälpare och mellanhänder, 53c § andra stycket 
URL. Intrångsgöraren behöver ej vara identifierad. Beslutet får meddelas på 
yrkande av upphovsmannen eller dennes rättsinnehavare eller annan som 
har rätt att utnyttja verket.
161
 I enlighet med sista meningen i första stycket 
får ett beslut bara meddelas under förutsättningen att informationen kan an-
tas underlätta utredning av ett intrång eller en överträdelse som avser va-
rorna eller tjänsterna i fråga. Det måste visas att intrång skett i objektiv me-
ning och straffbarhetens subjektiva rekvisit är i förevarande fall irrele-
                                                 
159
 Västmanlands tingsrätts dom i mål B 506-12, förklaring hämtad från förundersöknings-
protokollet, s. 5. Den åtalade dömdes till villkorlig dom, samhällstjänst i 160 timmar (om 
fängelse istället valts hade påföljden blivit 6 månaders fängelse) samt att betala skadestånd 
på 4 300 000 kr. 
160
 Prop. 2008/09:67 s. 162; Se även avsnitt 2.3.2. 
161
 Prop. 2008/09:67 s. 259. 
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vant.
162
 Det föreligger dock inga krav beträffande hur informationen seder-
mera faktiskt används. På grund av brist på praxis är det i dagsläget oklart 
vilka åtgärder som vidtas efter att användare har identifierats.
163
 
 
Bestämmelsen i 53c § URL beträffande informationsföreläggande tillkom i 
och med införlivandet av sanktionsdirektivet i svensk rätt och var på grund 
av det svårbedömda förhållandet till den personliga integriteten en av de 
mest kontroversiella frågorna vid genomförandet av direktivet. Debatten 
handlade i stor utsträckning om huruvida det förekom hinder att i civilrätts-
lig ordning få ut uppgifter från exempelvis internetleverantörer för att där-
igenom identifiera abonnenter som misstänks begå upphovsrättsliga intrång. 
Tidigare hade denna information endast kunnat fås ut i anknytning till straff-
rättsliga förfaranden.
164
 Branschorganisationer har uttalat att det främsta 
syftet bakom informationsföreläggande är att få enskilda fildelare att upphö-
ra med sin verksamhet och inte att få skadestånd.
165
 
 
Regeln bygger på artikel 8 i sanktionsdirektivet.
166
 Av artikeln följer bland 
annat att medlemsstaterna i samband med rättegång om immaterialrättsin-
trång ska se till att utsedda myndigheter, som svar på en berättigad och pro-
portionell begäran av käranden, får besluta om att information beträffande 
intrångsgörande varors eller tjänsters ursprung och distribution ska lämnas 
till käranden. Artikel 47 i TRIPs-avtalet föreskriver att medlemsstater får ge 
domstolar möjlighet besluta om att sådan information lämnas ut. Bestäm-
melsen i sanktionsdirektivet är, till skillnad från TRIPs-avtalet, tvingande. 
Vad som i TRIPs-avtalet är en möjlighet görs således till en skyldighet i 
sanktionsdirektivet.
167
 Vidare följer av artikel 2 att sanktionsdirektivet utgör 
ett minimidirektiv vilket innebär att medlemsstater får föreskriva en re-
glering som är gynnsammare för rättighetshavaren än vad som uttrycks i 
direktivet. Bestämmelsen i 53c § URL går längre än sanktionsdirektivets 
reglering då det inte uppställs krav på pågående rättegång för rätt till infor-
mation.
168
 Skälet till detta var att inte betunga mål i onödan. Ordalydelsen i 
artikel 8 i sanktionsdirektivet skulle ge effekten att i mål mellan A och B 
skulle domstol kunna ålägga C att lämna information om D trots att denna 
information inte var av betydelse i målet mellan A och B. Detta ansågs svår-
förenligt med grundläggande principer i svensk processrätt, t.ex. att domsto-
len ska avvisa all bevisning som saknar relevans för målet i fråga.
169
 
 
Uttrycket varor och tjänster omfattar samtliga varor och tjänster, oaktat om 
de tillhandahålls fysiskt eller digitalt över t.ex. internet. Gränsdragningen 
dem emellan saknar praktisk betydelse i digital miljön.
170
 Bestämmelserna i 
53c § URL gäller även vid försök och förberedelse till intrång eller överträ-
                                                 
162
 Olsson (2009 II) s. 458. 
163
 Jfr SOU 2012:51 s. 28f. 
164
 Levin (2011) s. 580. 
165
 SOU 2012:51 s. 37. 
166
 Olsson (2009 II) s. 455f; Levin (2011) s. 546 och 580. 
167
 Olsson (2009 II) s. 456. 
168
 Prop. 2008/09:67 s. 149. 
169
 DS 2007:19 s. 172f. 
170
 Prop. 2008/09:67 s. 260. 
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delse i enlighet med 53 § URL, dvs. regleringen i 23 kap. BrB, i enlighet 
med 53c § fjärde stycket URL. 
 
53d § första stycket URL ger uttryck för proportionalitetsprincipen. Infor-
mationsföreläggande får endast meddelas ”om skälen för åtgärden uppväger 
den olägenhet eller det men i övrigt som åtgärden innebär för den som drab-
bas av den eller för något annat motstående intresse.” I paragrafens andra 
stycke fastslås att skyldighet att lämna information inte omfattar uppgifter 
som skulle röja egen persons eller dennes närståendes (36 kap. 3 § RB) 
brottsliga handling. I PUL finns bestämmelser om hur mottagna personupp-
gifter i förevarande fall ska behandlas, 53d § tredje stycket URL. 
 
Principen följer av artikel 8.1 i sanktionsdirektivet vari stadgas att en begä-
ran om informationsföreläggande ska vara berättigad och proportionell. 
Trots avsaknad av en sådan uttrycklig bestämmelse har kravet sedan tidigare 
ansetts gälla i Sverige.
171
 Vad som anses vara berättigat och proportionellt 
preciseras inte i direktivet. Det torde dock vara rimligt att anta att sökanden 
har ett befogat intresse av att komma åt informationen. Sökanden måste 
följaktligen visa tillräcklig bevisning för att intrång har skett.
172
 Proportio-
nalitetskravet är allmänt formulerat och ger således utrymme för en lämp-
lighetsprövning från fall till fall.
173
 Vidare ska även i varje enskilt fall prö-
vas om informationsföreläggande är behövligt eller om syftet med åtgärden 
kan tillgodoses med en mindre ingripande åtgärd.
174
 Antalet ärenden har 
hittills varit mycket sparsamt. Från det att lagstiftningen trädde i kraft den 1 
april 2009 fram till utgången av juni 2012 har endast 11 fall registrerats och 
dessa har rört intrång av relativt stor omfattning.
175
 
 
I ljudboksfallet konstaterades att det funnits ett tusental ljudböcker lagrade 
på en FTP-server. Detta ansågs tala för att de inte var tillgängliga för en helt 
sluten krets. Flertalet böcker var av bästsäljarkaraktär vilket i sin tur talade 
mot att kretsen av personer som haft tillgång till servern var individuellt 
bestämd och utåt sett utgjort en avgränsad enhet. Utöver detta förekom rele-
asegrupper och .nfo-filer vilket gav stöd för att verken var piratkopierade. 
HD ansåg därmed att beviskravet var uppfyllt. Vidare hänvisade HD till 
förarbetena och konstaterade att för att få ut uppgifter om vilken abonnent 
som döljer sig bakom ett IP-nummer krävs intrång av en viss omfattning 
vilket i regel är fallet vid tillgängliggörande (uppladdning). Då ljudboksför-
lagen visat sannolika skäl för intrång avseende tillgängliggörande genom 
fildelning ansåg HD att detta typiskt sett innebar stor skada för förlagen. 
                                                 
171
 Se t.ex. NJA 1998 s. 829 där HD angående regleringen av editionsföreläggande uttalade 
att det inte framgår ”att det vid tillämpning av lagrummet skall ske en avvägning mellan 
utsikterna till att vad editionssökanden önskar bevisa skall komma att tillmätas relevans och 
motpartens intresse att inte nödgas lämna ut en efterfrågad handling, men i praxis synes 
detta slag av avvägning ha förekommit (jfr NJA 1977 s. 254).” 
172
 Prop. 2008/09:67 s. 160f. 
173
 Olsson (2009 II) s. 469. 
174
 Prop. 2008/09:67 s. 264. 
175
 SOU 2012:51 s. 25f. Utredaren är trots detta av uppfattningen att informationsföreläg-
gandet har viss avhållande effekt på fildelare, SOU 2012:51 s. 37. 
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Deras intresse av att utreda och eventuellt beivra påstått intrång ansågs upp-
väga abonnentens intresse av integritet.  
3.3 Varningsbrev 
Vid intrång i immateriella rättigheter är det vanligt att rättighetshavaren eller 
dennes ombud skickar varningsbrev till den misstänkta intrångsgöraren. I 
normalfallet är det huvudsakliga syftet med varningsbrev att få stopp på 
intrånget samt att nå en skadeståndsuppgörelse. Detta är ett processekono-
miskt effektivt sätt att hantera intrång på. Det finns inga formella krav be-
träffande varningsbrev, men om den vinnande parten förorsakat onödig rät-
tegång kan denne i enlighet med 18 kap. 3 § 1 st. RB bli skyldig att ersätta 
motpartens rättegångskostnader
176
. Så kan vara fallet om man exempelvis 
inte undersöker möjligheterna till förlikning.
177
 Som exempel nämns i moti-
ven fall då innehavare av en fordran, utan att höra med gäldenären, vid 
domstol väcker talan om återbetalning och svaranden direkt medger talan.
178
 
 
Mottagaren av ett varningsbrev kan försättas i ond tro genom vetskapen om 
att intrång eventuellt begås och kan därigenom vid fortsatt intrångsverksam-
het anses agera oaktsamt eller med uppsåt. Uppsåtliga och grovt oaktsamma 
intrång är av sådan beskaffenhet att skadeståndet kan bli högre då omstän-
digheterna kring intrånget inte endast är av rent ekonomisk betydelse.
179
 I 
MD 2004:14 uttalade Marknadsdomstolen att användningen av varnings-
brev i immaterialrättsliga tvister ofta syftar till att försätta mottagaren i ond 
tro. Varningsbrev ansågs således utgöra ett fullt naturligt och accepterat 
inslag i tvister av civilrättslig karaktär. 
 
Genom att skicka varningsbrev ökar man utsikten att omedelbart stoppa ett 
pågående intrång. Vidare förekommer ofta möjlighet att i godo sluta över-
enskommelse beträffande ersättningskrav. Varningsbrev kan även öka chan-
sen för käranden att få till stånd interimistiska åtgärder. Domstolen måste i 
sådana fall göra en proportionalitetsbedömning som kan leda till ett negativt 
utfall för käranden om denne exempelvis under en längre tid har hållit sig 
passiv trots vetskap om intrång. Då rättighetshavaren genom att skicka var-
ningsbrev kan visa att svaranden fortsatt med intrång efter tilldelad varning 
torde i många fall chansen att få igenom ett beslut om interimistisk åtgärd 
öka.
180
 
 
Svenska Antipiratbyrån skickar ut s.k. abuse-brev till internetleverantörer i 
syfte att de ska kunna ingripa mot abonnenter som bryter mot URL och 
abonnemangsvillkor. Vid mitten av 2005 skickade Antipiratbyrån ca 1500-
2000 abuse-brev dagligen. I breven angavs att man uppmärksammat att nå-
gon i det aktuella nätverket tillgängliggjort upphovsrättsligt skyddat materi-
al utan rättighetshavarens tillstånd samt att bevisningen motsvarar kravet för 
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att inleda en rättslig process.
181
 Fram till våren 2005 hade Antipiratbyrån 
skickat ut ca 400 000 brev och enligt organisationen har dessa lett till att 
många föräldrar har kunnat se till att deras barn inte bryter mot lagen.
182
 
Antipiratbyrån fungerar som en intresseorganisation för producenter och 
distributörer av bio- och videofilm i Sverige. Organisationen företräder sina 
medlemsbolag i rättsliga ärenden samt fungerar som språkrör i upphovs-
rättsfrågor gentemot det allmänna och myndigheter. Som främsta syfte 
framhävs värnandet och främjandet av medlemsbolagens upphovsrättigheter 
till sina filmer.
183
 Motsvarande organisation för musikbolag är IFPI Svenska 
Gruppen.
184
 
 
I Storbritannien fick en upphovsrättsorganisation vid namn MediaCAT ge-
nom s.k. Norwich Pharmacal Orders ut information om personer som dol-
des bakom specifika IP-nummer. En Norwich Pharmacal Order är ett före-
läggande om upplysning riktat mot en person som antingen har eller kan 
antas ha främjat en okänd persons rättsstridiga handlande utan att själv bära 
juridiskt ansvar för sitt agerande.
185
 Det gick dock inte att med säkerhet veta 
att de personer som stod som användare av IP-numren var de faktiska in-
trångsgörarna. Föreläggandet ställer inget krav på att informationen ska an-
vändas vid en rättegång. Det enda som prövas är om intrång faktiskt eller 
förmodligen skett utan hänsyn till eventuellt missbruk av begärd informa-
tion. MediaCAT använde informationen för att skicka ut varningsbrev till 
tiotusentals personer och krävde £495 för upphovsrättsintrång. I breven 
hävdades bland annat att mottagaren bevisligen begått upphovsrättsligt in-
trång och att MediaCAT var en upphovsrättslig skyddsorganisation med 
exklusiva rättigheter att agera å upphovsmännens vägnar. Påståendena var 
direkt felaktiga.
186
 Liknande taktik har använts i USA där det i varningsbrev 
har hotats med ett eventuellt skadestånd på $150,000 om fallet går till dom-
stol samtidigt som användarna har erbjudits att köpa sig fria för $4,000. En 
advokat har enligt egen utsaga drivit in $15,000,000 genom sådana var-
ningsbrev.
187
 Ett annat exempel från USA är RIAA
188
 som riktade in sig på 
universitetselever. 13 universitet pressades att lämna ut information om ele-
ver som ägnat sig åt fildelning genom universitetens nätverk. De identifiera-
de eleverna blev erbjudna en rabatterad uppgörelse via P2Plawsuits.com. 
Om eleverna inte betalade gick ärendet till domstol.
189
 
 
I Sverige torde straffansvar för falska påståenden i varningsbrev kunna ak-
tualiseras. Det kan i sådana fall röra sig om t.ex. bedrägeri eller bedrägligt 
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beteende.
190
 För bedrägeri krävs att någon genom handling eller underlåten-
het vilseleder annan samt att vilseledandet innebär vinning för gärnings-
mannen och skada för den vilseledde eller någon som svarar för den vilse-
ledde, 9 kap. 1 § första stycket BrB. Är brottet att anse som ringa döms gär-
ningsmannen istället för bedrägligt beteende, 9 kap. 2 § första stycket BrB. 
För ansvar krävs uppsåt.
191
 
3.4 Vitesförbud 
Förbud vid vite kan meddelas av domstol på yrkande av upphovsmannen 
eller dennes rättsinnehavare eller annan som har rätt att utnyttja verket. För-
budet riktas antingen mot den som vidtar en intrångsgörande åtgärd i enlig-
het med 53 § eller den som medverkar därtill, 53b § första stycket URL. 
Vitesförbud kan även meddelas interimistiskt, 53b § andra stycket URL. I 
tredje stycket stadgas att första och andra styckena även gäller vid försök 
eller förberedelse till intrång eller överträdelse som avses i 53 §. För rättig-
hetshavaren medför vitet fördelen att denne inte, som vid skadestånd eller 
straff, behöver styrka vare sig oaktsamhet eller uppsåt hos intrångsgöraren. 
Rättighetshavaren behöver ej heller föra bevisning om intrångets skadeverk-
ningar utan kan istället inrikta sig på huruvida det föreligger intrång i objek-
tiv mening.
192
 Intrånget behöver inte vara pågående utan kan ha upphört.
193
 
Beträffande vitesförbud vid förberedelse krävs att handlingar i 23 kap. 2 § 
BrB utförs med uppsåt att utföra eller främja brott. Sökanden måste således 
visa att sannolika skäl för sådant uppsåt är för handen. Förbud bör ej medde-
las, om det leder till oproportionerliga skadeverkningar och proportionali-
tetsprincipen måste beaktas, även om det inte uttryckligen nämns i bestäm-
melsen.
194
 
 
Det finns ingen yttre gräns för vitesbeloppets storlek.
195
 Anledningen till 
detta är att i situationer där starka ekonomiska intressen står bakom ett in-
trång, kan det krävas höga vitesbeloppet för att verka avhållande på in-
trångsgöraren. Lämplig anpassning av beloppets storlek leder till att fortsatt 
intrång inte lönar sig. Mycket höga vitesbelopp kan därför bli aktuella och 
även löpande vite kan komma att användas. En och samma gärning får inte 
föranleda både straff och vite. Det råder nämligen ett förbud mot dubbel 
straffbarhet,
196
 53 § femte stycket URL. 
 
Vitesförbudet ska vara klart avgränsat och specificerat. Sökandens yrkande 
måste stå i relation till det påstådda intrånget samt vara preciserat och tyd-
ligt. Det är sedan domstolens uppgift att utforma förbudet så att kravet på 
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entydighet och konkretisering tillgodoses. Domstolen bestämmer även vi-
tesbeloppets storlek.
197
 I svensk rätt uppfattas vitet som påtryckningsmedel 
för att påverka framtida beteende.
198
 
 
För att interimistiskt vitesförbud ska kunna utdömas krävs att rättighetsha-
varen visar att det föreligger sannolika skäl för intrång, 53b § andra stycket 
URL. Kravet är hämtat från 15 kap. RB om processuella säkerhetsåtgärder i 
tvistemål. Käranden måste även ställa säkerhet, 53b § fjärde stycket URL, 
men kan slippa detta om denne saknar ekonomiska möjligheter.
199
 Yrkande 
om interimistiskt vitesförbud i enlighet med URL får endast väckas under 
förutsättning att käranden har väckt talan om slutligt vitesförbud.
200
 Käran-
den måste även visa att överträdelsen skäligen kan befaras förringa ensam-
rättens värde. De flesta upphovskränkningarna förringar intrångsobjektens 
upphovsrättsliga värden varför det inte torde vara svårt nå upp till beviskra-
vet.
201
 
 
Svaranden ska som huvudregel få tillfälle att yttra sig innan beslut om inte-
rimistiskt beslut meddelas. Skulle dröjsmål medföra risk för skada får dock 
beslut meddelas utan att svaranden bereds tillfälle att yttra sig.
202
 Detta kan 
vara fallet vid exempelvis omfattande piratkopiering. Det är då viktigt att 
domstolen gör en intresseavvägning mellan sökandens intresse av det inte-
rimistiska vitesförbudet och den skada eller de olägenheter som drabbar 
svaranden.
203
 
 
Både slutligt och interimistiskt vitesförbud har använts vid upphovsrättsin-
trång.
204
 Beträffande tillgängliggörande av verk på internet lyser dock åtgär-
derna med sin frånvaro. Författaren har endast hittat ett fall, Svea hovrätts 
avgörande i mål T 1871-08, som berör ämnet. Svaranden förbjöds vid vite 
om 100 000 kr att tillgängliggöra Matematikbanken, en samling matematik-
uppgifter, på sin hemsida. Värt att notera är att käranden inte behövde ställa 
säkerhet. Svaranden hade enligt egna uppgifter ingen inkomst från hemsidan 
varför bristen på säkerhet inte ansågs utgöra hinder för förbud. 
3.5 Graduate Response Policy 
I Frankrike antogs den s.k. Hadopi-lagen 2009. Hadopi är en statlig institu-
tion uteslutande inriktad på distribution av upphovsrättsligt skyddade verk 
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och skyddande av rättigheter på internet. Institutionen använde sig av en 
utbildande policy genom att skicka ut varningsbrev.
205
 Detta skedde i form 
av vad som kallades graduated response policy eller three strikes.
206
 Efter 
att tre varningar om intrång skickats till en abonnent kunde ärendet skickas 
till domstol. Det maximala straffet var €1500 i böter207 och vid det tredje 
intrånget skulle internetleverantören stänga ner användarens internetkonto 
under en tid av maximalt tolv månader.
208
 Enligt IFPI sjönk fildelning via 
P2P-nätverk sedan Hadopi-lagens ikraftträdande med 26%.
209
 I juli 2013 
togs Hadopi-lagen bort.
210
 Regleringen resulterade endast i att en person 
fick €150 i böter samt sitt internet avstängt i 15 dagar.211 
 
I Storbritannien infördes 2010 Digital Economy Act
212
 som bland annat re-
glerar åtgärder innefattande hastighetsbegränsning, blockering av specifikt 
material, avstängning från internet samt begränsning av internetservice på 
något annat sätt, sektion 9 punkterna 1, 2 och 3a-d i Digital Economy 
Act.
213
 Även en graduated response policy planeras att införas.
214
 Lagstift-
ningsärendet har dock skjutits upp flera gånger och varningssystemet är sagt 
att lanseras tidigast under andra halvan av 2015.
215
 I USA introducerades 
nyligen en kampanj i form av six strikes. Fem av landets ledande internetle-
verantörer har anslutit sig till Copyright Alert System, CAS, som liksom 
Hadopi för en utbildande policy.
216
 Misstänkta fildelare får upp till sex var-
ningar. Slutar inte intrången kan internetaccessen begränsas eller stängas av. 
Initiativet är ett samråd mellan rättighetshavare och internetleverantörer. 
Kritiker har menat att för att stänga ner en användares tillgång till internet 
bör fallet prövas av oberoende part. Internetleverantörerna anser att om man 
ignorerar sex varningar tyder det på ett konsekvent beteende varför det inte 
behövs en oberoende prövning. Användarnas identitet avslöjas inte till rät-
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tighetshavarna utan internetleverantörerna sköter kommunikation och exe-
kution.
217
 
 
På Irland började landets största internetoperatör i samarbete med musikin-
dustrin frivilligt använda sig av ett liknande varningssystem i oktober 2010. 
Intrångsgörare fick efter tre varningar sitt internet avstängt i sju dagar. Fort-
satte intrången efter avstängningens utgång kunde abonnemanget stängas av 
i ytterligare tolv månader.
218
 Den 11 oktober samma år fann dock High 
Court i Dublin att ett sådant åläggande endast kunde meddelas i enlighet 
med Copyright and Related Rights Act 2000. Ny lagstiftning har börjat utar-
betas men än så länge är läget oklart.
219
  
 
Likartad lagstiftning har diskuterats i Sverige. Justitiedepartementet har fö-
reslagit att internetleverantörer borde ges lagenlig rätt och skyldighet att 
säga upp abonnemang som systematiskt används för att begå upphovs-
rättsintrång.
220
 Regeringen valde dock att inte följa denna linje utan framhöll 
att avstängning av internetabonnemang är en ingripande åtgärd som i vårt 
samhälle kan leda till allvarliga följder. Internettillgång är en välfärdsfrå-
ga.
221
 Sådant ingrepp inverkar på grundläggande rättigheter beträffande 
rättssäkerhet, yttrandefrihet, privat- och familjeliv enligt Europakonventio-
nen. Uppsägning av internetabonnemang innebär begränsning för en eller 
flera personer att kommunicera fritt genom myndighetsingripande.
222
 En av 
FN:s specialföredragare, Frank La Rue, har framhållit att avstängning av 
enskilda användares internetaccess strider mot grundläggande rättigheter 
oavsett vad som ligger till grund för avstängningen. Han menar att internet-
access alltid ska upprätthållas och uppmanar stater att upphäva gällande 
immaterialrättslagstiftningar som tillåter avstängning.
223
 Det s.k. Telekom-
paketet bestående av ett antal EU-direktiv som antogs 2009 tillåter avstäng-
ning av abonnemang under förutsättning att åtgärden är lämplig, proportio-
nerlig och nödvändig i ett demokratiskt samhälle. Avstängning måste före-
gås av en rättvis och opartisk process och den misstänkte har rätt att bli 
hörd.
224
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4 Analys 
4.1 Värnandet om enskildas rättigheter 
4.1.1 Integritetsskydd, åsikts-, yttrande- och 
informationsfrihet 
I enlighet med 1 kap. 2 § fjärde stycket RF ska det allmänna verka för att 
demokratins idéer blir vägledande inom samhällets samtliga områden samt 
värna om den enskildes privat- och familjeliv. Regleringen är inte rättsligt 
bindande utan utgör ett målsättningsstadgande.
225
 Bestämmelsen visar såle-
des på en inställning att myndigheter bör beakta den enskildes integritet i så 
stor utsträckning som möjligt med hänsyn till andra, ofta lagstadgade, skyl-
digheter.
226
 En enskild person kan alltså inte använda sig av regeln för att 
därigenom få domstol att ingripa mot det allmänna,
227
 exempelvis genom att 
åberopa bestämmelsen vid stämning. Den väsentliga funktionen för regeln 
är att tillskriva det allmänna att positivt verka för att rättigheten skyddas, 
främjas och förverkligas.
228
 
 
Regeln överlappas delvis av de rättsligt bindande fri- och rättigheterna i 
RF:s andra kapitel. Av 2 kap. 1 § första stycket första och andra punkterna 
RF följer att alla gentemot det allmänna är tillförsäkrade yttrandefrihet, dvs. 
att i tal, bild, skrift, eller på annat sätt upplysa folk samt uttrycka tankar, 
åsikter och känslor. Vidare har alla rätt till informationsfrihet, innefattande 
frihet att hämta in och ta emot upplysningar samt att ta del av andras yttran-
den i övrigt. Rätten skyddas även i artikel 19 i FN:s allmänna deklaration 
om de mänskliga rättigheterna. Envar har rätt till åsiktsfrihet och yttrande-
frihet, innefattande rätt att ha åsikter samt att söka, sprida och ta emot in-
formation och idéer oberoende av gränser och med hjälp av alla former av 
uttrycksmedel utan ingripande. Skyddet för yttrande-, informations- och 
åsiktsfrihet skyddas även i artikel 11 i EU-stadgan. Vid exempelvis av-
stängning av internetkonto eller blockering av material hindras enskilda från 
att ta emot och sprida uppgifter över internet. 
 
I 2 kap. 6 § andra stycket RF stadgas att var och en gentemot det allmänna 
är skyddad mot betydande intrång i den personliga integriteten om detta 
sker utan samtyckte och innebär övervakning eller kartläggning av den en-
skildes personliga förhållanden. Regleringen är teknikoberoende.
229
 Mål-
sättningsstadgandet i 1 kap. 2 § RF ger ett skydd med hjälp av det allmänna 
medan 2 kap. RF säkerställer skydd för den enskilde mot det allmänna.
230
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Integritetsskyddet i 2 kap. 6 § andra stycket RF får begränsas genom lag, 2 
kap. 20 § första stycket andra punkten RF. En begränsning får bland annat 
ske om det görs för att tillgodose ändamål som är godtagbara i ett demokra-
tiskt samhälle. En sådan begränsning får aldrig gå längre än vad som är 
nödvändigt, oaktat det ändamål som har föranlett begränsningen. Den får 
inte heller hota den fria åsiktsbildningen, 2 kap. 21 § RF. 
 
Huruvida ett intrång är betydande avgörs bland annat av de behandlade 
uppgifternas karaktär samt ändamålet med behandlingen. Ju känsligare 
uppgifter desto mer betydande är ingripandet. Hantering av ett fåtal uppgif-
ter kan således vara betydande. Behandling av uppgifter för att utreda brott 
anses känsligare än om exempelvis en myndighet använder uppgifterna som 
underlag för förbättringsarbete i sin handläggning. Även mängden uppgifter 
kan vara av betydelse för hur betydande intrånget är.
231
 Begreppet personlig 
integritet är svårdefinierat vilket för med sig att det inte exakt går att avgöra 
vilka specifika ingrepp som är av betydande karaktär. Denna avgränsning 
måste därför göras från fall till fall och påverkas bland annat av den tekniska 
utvecklingen.
232
  
4.1.2 Skydd för privat- och familjeliv i 
Europakonventionen och EU-stadgan 
År 1995 inkorporerades Europakonventionen i svensk rätt och gäller följakt-
ligen som svensk lag.
233
 Konventionen ansågs överensstämma med RF i 
sådan grad att inkorporering skedde i form av vanlig lag istället för grund-
lag. Man ville undvika en dubbelreglering på grundlagsnivå då det inte helt 
kunde uteslutas att fall skulle uppstå där överensstämmelsen ifrågasattes. 
Istället infördes i 2 kap. 19 § RF förbud mot att i lag eller annan föreskrift 
reglera i strid med konventionen. Vid konflikt kommer den regel som går 
längst att avgöra hur långt skyddet för fri- och rättigheter sträcker sig.
234
 
 
Rätten till privat- och familjeliv skyddas i artikel 8 i Europakonventionen. I 
artikelns första punkt fastslås allas rätt till respekt för privat- och familjeliv, 
sitt hem och sin korrespondens. Envar har rätt att bli lämnad i fred i den 
privata sfären. I denna rättighet ingår skydd mot övervakning av olika 
slag,
235
 bland annat identitetsskydd vid behandling av IP-nummer.
236
 Enligt 
artikelns punkt 2 får denna rätt inskränkas av offentlig myndighet med stöd 
av lag om det i ett demokratiskt samhälle är nödvändigt för statens säkerhet, 
det allmännas säkerhet, landets ekonomiska välstånd eller förebyggande av 
oordning eller brott, till skydd för hälsa eller moral eller för andra personers 
fri- och rättigheter. Artikel 8 innebär inte bara att stater inte ska ingripa i 
dessa rättigheter utan även att stater har en skyldighet att vidta positiva åt-
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gärder för att skydda rättigheterna. Stater kan alltså bryta mot konventionen 
genom att inte upprätthålla tillräckligt rättsskydd för dess efterlevande. Kra-
vet på skydd gäller inte endast övergrepp som utförs av staten utan också 
övergrepp som utförs av enskilda personer.
237
 
 
Europakonventionens skydd täcks även i stor utsträckning av EU-stadgan 
men stadgan går i många hänseenden längre. Den vänder sig direkt till med-
borgarna genom att exempelvis förklara att alla har rätt till betald semester. 
Stadgan har haft karaktären av ett politiskt åtagande och således saknat 
rättslig relevans men Sveriges riksdag accepterade för sin del redan år 2003 
att stadgan skulle bli rättsligt bindande.
238
 EU-stadgan utgör en del av Lis-
sabonfördraget.
239
 
 
I artikel 3.1 i EU-stadgan slås fast att var och en har rätt till både fysisk och 
mental integritet. I artikel 7 uttrycks rätten till att ens privat- och familjeliv, 
bostad och kommunikation ska respekteras och är även den artikel som 
närmast motsvarar Europakonventionens artikel 8. Stadgan kan begränsas 
genom lag och eventuella begränsningar måste vara förenliga med fri- och 
rättigheternas väsentliga innehåll. Med beaktande av proportionalitetsprin-
cipen får begränsningar göras om ”de är nödvändiga och faktiskt svarar mot 
mål av allmänt samhällsintresse som erkänns av unionen eller behovet av 
skydd för andra människors rättigheter och friheter”, artikel 52.1. Yttrande- 
och informationsfriheten skyddas i artikel 11.
240
 I den mån rättigheter i 
stadgan omfattas av Europakonventionen ska de ha samma innebörd och 
räckvidd som i konventionen utan att det hindrar unionsrätten från att säker-
ställa ett mer långtgående skydd, artikel 52.3. 
4.2 Personuppgifter 
4.2.1 Grundläggande personuppgiftsskydd 
Enligt artikel 8 i EU-stadgan har varje person rätt till skydd för sina person-
uppgifter. Uppgifterna ska behandlas lagenligt för bestämda ändamål och 
grunda sig på personens samtycke alternativt annan legitim och lagenlig 
grund. Varje person har rätt att få tillgång till insamlade uppgifter om sig 
själv samt få rättelse av dem. Det uppställs även krav på att oberoende myn-
dighet ska kontrollera reglernas efterlevnad.  
 
De svenska reglerna om enskilda personers skydd för behandlingen av per-
sonuppgifter grundar sig i direktiv 95/46/EG, det s.k. personuppgiftsdirekti-
vet. Syftet med direktivet är att medlemsstaterna ska skydda fysiska perso-
ners grundläggande fri- och rättigheter, artikel 1.1. I samma bestämmelse 
understryks skydd av rätten till privatliv i samband med behandling av per-
sonuppgifter. I punkt 26 i ingressen stadgas att direktivets skyddsprinciper 
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måste gälla all information beträffande en identifierad eller identifierbar 
person samt att alla hjälpmedel för identifiering som kan användas av den 
registreringsansvarige eller någon annan person måste beaktas. Av ingres-
sens punkt 27 framkommer att skyddet är teknikoberoende. 
 
Personuppgiftsdirektivet införlivades i svensk rätt genom PUL.
241
 Av 3 § 
PUL följer att behandling av personuppgifter betyder alla slags åtgärder 
eller serier av åtgärder i fråga om personuppgifter vare sig det sker på auto-
matisk väg eller ej. I samma paragraf definieras personuppgift som all typ 
av information som kan hänföras till en fysisk person som är i livet, oavsett 
om det sker direkt eller indirekt. I förarbetena nämns som exempel på per-
sonuppgifter s.k. nätnodsadresser och ”elektroniska identiteter” som den 
som bedriver internettjänster kan lagra.
242
 
 
PUL omfattar sådan behandling av personuppgifter som är helt eller delvis 
automatiserad, 5 § första stycket PUL. Datalagskommittén har uttryckt att 
behandling av personuppgifter med hjälp av datorer i binär form, dvs. ettor 
och nollor eller motsvarande, samt överföring av personuppgifter till sådant 
format bör anses utgöra automatiserad behandling.
243
 EU-domstolen har 
slagit fast att omnämnandet av personer på en hemsida på så sätt att de kan 
identifieras med hjälp av namn, telefonnummer, uppgifter om deras arbets-
förhållanden och fritidsintressen utgör helt eller delvis automatiserad be-
handling av personuppgifter.
244
 Datainspektionen har bedömt att Svenska 
Antipiratbyråns behandling av IP-nummer i antipiratverksamhet innebär 
sådan förbjuden behandling av personuppgifter i 21 § PUL som kräver an-
mälan i enlighet med 36 § PUL. Kammarrätten bekräftade sedermera Data-
inspektionens beslut.
245
 Med antipiratverksamhet menas verksamhet till syf-
te att förhindra spridandet av upphovsrättsligt skyddat material på inter-
net.
246
 Antipiratbyrån har sedermera blivit beviljad undantag och får således 
behandla personuppgifter.
247
 
 
Delvis automatiserad behandling täcker bland annat situationer då någon 
manuellt samlar in personuppgifter, t.ex. genom enkäter, i syfte att senare 
registrera uppgifterna i datorformat. Muntligt utlämnande av personuppgif-
ter eller utlämnande av personuppgifter på papper som finns i datorformat 
omfattas även av lagen. Syftet med införandet av delvis automatiserad be-
handling torde vara att förhindra kringgående av lagen samt för att förebyg-
ga gränsdragningsproblem. Om ett manuellt inslag vid behandling av per-
sonuppgifter ter sig tillkommet för att gå runt lagens tillämpningsområde 
bör det vara fråga om sådan delvis automatiserad behandling som täcks av 
lagen.
248
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Av 5 § andra stycket PUL följer att lagen även tillämpas på situationer då 
personuppgifter ingår i, alternativt är avsedda att ingå i, en strukturerad sam-
ling av personuppgifter vilka är tillgängliga för sökning eller sammanställ-
ning enligt särskilda kriterier. Inga andra än myndigheter får behandla per-
sonuppgifter beträffande lagöverträdelser innefattande brott, domar i brott-
mål, straffprocessuella tvångsmedel eller administrativa frihetsberövanden, 
21 § första stycket PUL. Undantag från detta kan göras i fall då regeringen 
eller den myndighet som regeringen bestämmer meddelar föreskrifter om 
undantag från förbudet. Vidare får regeringen i enskilda fall besluta om un-
dantag från förbudet. Denna rätt kan även överlåtas till en tillsynsmyndig-
het, 21 § tredje och fjärde styckena PUL. 
 
PUL har ett omfattande tillämpningsområde men saknar i dagsläget klara 
gränser. Hur omfattande lagen faktiskt är går inte att i detalj avgöra förrän 
mer praxis kommit från både svenskt och gemenskapsrättsligt håll.
249
 Vida-
re följer av 53g § URL att undantag från 21 § PUL görs för behandling av 
personuppgifter om det är nödvändigt för att rättsligt anspråk ska fastställas, 
göras gällande eller försvaras då lagöverträdelsen avser brott i 53 § URL.   
4.2.2 Personuppgiftsskydd vid elektronisk 
kommunikation 
Genom LEK införlivades direktiv 2002/58/EG, det s.k. datakommunika-
tionsdirektivet.
250
 Syftet med direktivet är att harmonisera medlemsstaternas 
bestämmelser för att trygga ett jämbördigt skydd av grundläggande fri- och 
rättigheter, främst rätten till integritet, beträffande behandling av person-
uppgifter inom sektorn för elektronisk kommunikation, artikel 1.1. Data-
kommunikationsdirektivet kompletterar personuppgiftsdirektivet, artikel 
1.2. I 1 kap. 1 § tredje stycket LEK understryks betydelsen av yttrande- och 
informationsfrihet vid elektronisk kommunikation. 
 
1 kap. 2 § LEK ger uttryck för proportionalitetsprincipen. Åtgärder som 
vidtas i enlighet med lagen får inte vara mer ingripande än vad som anses 
rimligt. Dessa ingripanden ska även stå i proportion till det uttalade syftet 
och övriga intressen i kapitlets första paragraf. Av förarbetena framkommer 
att det måste föreligga en rimlig balans eller proportionalitet mellan det all-
männas vinst och den enskildes förlust när det från det allmännas sida görs 
en inskränkning av den enskildes rätt att använda sin egendom.
251
 Paragra-
fens lydelse betyder i korthet att varje ingripande myndighetsåtgärd som 
företas och är motiverad av intressen som skyddas i 1 § kan accepteras. En-
dast åtgärder som faller utanför vad som behövs för att uppnå lagens mål 
exkluderas.
252
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I 6 kap. 2 § första stycket LEK stadgas att PUL gäller i fråga om behandling 
av personuppgifter vid tillhandahållande av elektroniskt kommunikationsnät 
och elektroniska kommunikationstjänster samt vid abonnentupplysning. 
Enligt 6 kap. 20 § första stycket punkterna 1-3 LEK får inte den som i sam-
band med tillhandahållande av ett elektroniskt kommunikationsnät eller en 
elektronisk kommunikationstjänst obehörigen föra vidare uppgift om abon-
nemang, innehållet i ett elektroniskt meddelande, eller annan uppgift som 
angår ett särskilt elektroniskt meddelande samt utnyttja vad han fått tillgång 
till eller del av. 
 
Undantag från tystnadsplikten förekommer under vissa förutsättningar, där-
ibland att på begäran lämna uppgift som avses i 6 kap. 20 § första stycket 
LEK vid misstanke om brott till brottsbekämpande myndighet, 6 kap. 22 § 
första stycket andra punkten LEK. Sådana tvångslagrade uppgifter kan inte 
lämnas ut till en rättighetshavare.
253
 Om en internetleverantör frivilligt lag-
rar sådan information, exempelvis för säkerhetsändamål, kan dock dessa 
uppgifter lämnas ut till rättighetshavaren genom ett informationsföreläggan-
de.
254
 Då det inte föreligger skyldighet att lagra sådan information i civil-
rättsliga sammanhang raderas den ofta snabbt av internetleverantörer. Rät-
tighetshavare möter i regel motstånd när de vill ha information om använda-
re och menar att detta beror på eventuella konkurrensfördelar som följer av 
att inte lämna ut sådana uppgifter. Rättighetshavaren ska även betala inter-
netleverantören skälig ersättning för att uppgifterna ska tas fram. I regel 
begärs stora summor och en leverantör har exempelvis fordrat 10 000 kr. 
Detta blir betungande för upphovsmän, speciellt om syftet med informatio-
nen endast är att skicka varningsbrev.
255
 Abonnemangsuppgifter kan utläm-
nas till brottsbekämpande myndigheter då det föreligger misstanke om brott 
som åtminstone bedöms föranleda böter.
256
 Detta har praktisk betydelse inte 
minst vid utredning om olaglig fildelning.
257
 
 
I Belgien försökte en upphovsrättsorganisation genom domstolsbeslut få en 
internetleverantör att införa ett långtgående filtreringssystem för att därige-
nom förebygga upphovsrättsliga intrång. Filtreringssystemet skulle gälla all 
elektronisk kommunikation hos internetleverantören och appliceras utan 
åtskillnad mellan användarna. Vidare skulle filtreringssystemet avse en obe-
stämd tid, användas i preventivt syfte samt bekostas av internetleverantö-
ren.
258
 EU-domstolen konstaterade att den föreslagna övervakningen var 
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förbjuden enligt artikel 15.1 i direktiv 2000/31/EG, det s.k. e-
handelsdirektivet, enligt vilken medlemsstater inte får föreskriva tjänsteleve-
rantörer en allmän övervakning av informationen de lagrar eller överför. 
Domstolen slog även fast att föreläggandet skulle utgöra en kränkning av 
internetleverantörens näringsfrihet samt strida mot artikel 3.1 i sanktionsdi-
rektivet. Det skulle inte ske en rimlig avvägning mellan grundläggande rät-
tigheter. Föreläggandet skulle kränka internetleverantörens kunder i enlighet 
med artiklarna 8 och 11 i EU-stadgan då det skulle krävas systematisk un-
dersökning av allt innehåll samt insamling av IP-nummer vilket utgör skyd-
dade personuppgifter. Vidare skulle föreläggandet kränka informationsfrihe-
ten då det ansågs föreligga risk för att filtreringssystemet inte kunde göra 
tydlig åtskillnad mellan lagligt och olagligt innehåll.
259
 Förbudet mot över-
vakningsskyldighet gäller dock inte efter beslut från nationella myndigheter 
i specifika fall. Det är just övervakning av allmän natur som inte tillåts.
260
 
 
I C-275/06, Promusicae, hade EU-domstolen att ta ställning till hur rätten 
till skydd för privatliv kunde förenas med rätten till egendom och effektivt 
rättsmedel i EU-stadgan. Enligt skäl 2 i ingressen till datakommunikations-
direktivet eftersträvas skydd för grundläggande rättigheter, i synnerhet EU-
stadgan och främst dess artiklar 7 och 8. Domstolen konstaterade att direkti-
vets bestämmelser är allmänt formulerande då de är tänkta att användas i 
många olika situationer. Reglerna ger således utrymme för medlemsstater-
nas myndigheter att göra en individuell prövning med beaktande av samtliga 
omständigheter i målet. Det ankommer därför på medlemsstaterna vid inför-
livandet av direktiv att utgå från en tolkning av direktiven som möjliggör en 
korrekt balans mellan olika grundläggande rättigheter. Förutom att myndig-
heter och domstolar ska tolka sin nationella rätt så att den överensstämmer 
med direktiven ska de även se till att tolkningen inte grundar sig på omstän-
digheter som skulle stå i strid med grundläggande rättigheter eller andra 
allmänna gemenskapsrättsliga principer, t.ex. proportionalitetsprincipen.  
4.3 Kommentar 
Daniel Westman, doktorand i rättsinformatik vid Stockholms Universitet, 
har framhållit att de huvudsakliga strategierna bör vara inriktade på den 
egentliga intrångsgöraren. Som skäl till detta anför han att det är viktigt att 
medborgarnas respekt för upphovsrätten inte urholkas. Åtgärder som inrik-
tas på minskad effekt av intrång, t.ex. avstängning, blockering och filtrering, 
riskerar att leda till uppfattningen att det råder en teknisk kamp och att in-
trången inte bedöms vara allvarliga. Detta kan i sin tur leda till ökat tryck på 
tjänster som kringgår nämnda åtgärder. Vidare menar han att det politiska 
stadgandet ”att man inte kan kriminalisera en hel ungdomsgeneration” borde 
leda till att laglig tillgång förbättras samt att åtgärder i syfte att stärka upp-
hovsrättens legitimitet hos medborgarna vidtas istället för att överlämna 
strategin att hålla den enskilde intrångsgöraren ansvarig. Westman tycker att 
varningsbrev, vilket kan ha både preventiv och utbildande funktion, är en 
                                                 
259
 Mål C-70/10 p. 40 och 48-52. 
260
 Axhamn (2010) s. 8. 
 43 
eftersträvansvärd åtgärd. Det krävs dock ökat internationellt rättsligt samar-
bete då bristande möjligheter att stoppa utländska pirattjänster leder till 
blockering och filtrering.
261
  
 
Westman får stöd av professorerna Mark A. Lemley och R. Anthony Reese 
som menar att om fokus flyttas från intrångsgörare till mellanhänder riskerar 
man att hindra teknisk innovativitet. Att attackera mellanhänder är mer 
kostnadseffektivt i den digitala världen men det resulterar i social skada. 
Risken att hamna inför rätta kan hämma utvecklingen av laglik teknik.
262
 
Det bästa sättet att bekämpa fildelningen på torde vara att utveckla lagliga 
alternativ. Den olagliga verksamheten måste dock stävjas då marknadens 
osäkerhet leder till brist på investerare.
263
 
 
I en undersökning har det visats att den svenska sociala normen i förhållan-
de till upphovsrätten i onlinemiljö är svag. Tillämpning av lag som inte kor-
responderar med den sociala normen riskerar att fungera som stimuli för 
motdrag, t.ex. ökning av anonymiseringstjänster, och kan leda till undermi-
nering av allmänhetens tro på rättssystemet.
264
 Skyddet av den personliga 
integriteten och lagstiftning beträffande tillgång till information och själv-
förverkligande värdesätts högt.
265
 Professor Marianne Levin har framhållit 
att från europeiskt perspektiv vore en upphovsrättsreglering det mest effek-
tiva sättet att bekämpa olovlig fildelning. För dess praktiska funktionalitet 
bör den införas som lag och inte som direktiv vilket dock minskar chansen 
att få igenom en sådan reglering.
266
 
 
Sanktioner ska ha en avskräckande effekt för potentiella intrångsgörare en-
ligt artikel 3.2 i sanktionsdirektivet. Risken för att bli föremål för en rättslig 
process torde normalt i de breda användargrupperna ha tillräcklig effekt för 
att verka avskräckande.
267
 År 2012 använde 21% av Sveriges befolkning 
fildelningsprogram med jämna mellanrum.
268
 Under samma år gjordes en-
ligt BRÅ endast 40 anmälningar om olovlig fildelning.
269
 Vid en utvärde-
ring av sanktionsdirektivets verkningar i svensk rätt uppskattades dock an-
mälningssiffran till 175 år 2012 vilket är en kraftig ökning sedan 2008.
270
 
Av statistiken att döma är varken straffrättsliga eller civilrättsliga sanktioner 
avskräckande i dagsläget.
271
 Sett över en längre tid har dessutom antalet 
fildelare ökat.
272
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Det civilrättsliga förfarandet bör stimuleras. Allteftersom polis och åklagare 
har blivit specialiserade har branschorganisationer valt den straffrättsliga 
vägen. Risken för åtal är dock väldigt liten. De första domarna hade effekt 
på fildelningen men eftersom påföljden i flertalet fall stannat vid dagsböter 
har effekten försvunnit. Det har framhållits att en fundamental brist i lag-
stiftningen är avsaknaden av effektiva möjligheter för internetleverantörer 
att stänga ner hemsidor som används för illegal nerladdning. Som jämförel-
se kan nämnas bankerna som i sin position som mellanhänder har skyldighet 
att bekämpa penningtvätt.
273
 
 
Johan Axhamn har i en rapport föreslagit ökat ansvar för mellanhänder och 
ställer sig inte främmande till åtgärder som filtrering och blockering. Ax-
hamn menar att de av lagstiftaren utpekade adressaterna för förelägganden i 
normalfallet inte beaktar att det vid överträdelser över internet ofta är svårt 
att identifiera intrångsgöraren samt att internetleverantörer har störst möjlig-
het att stoppa intrånget. Han förordade därför att det införs bestämmelser 
som ger domstol möjlighet att ålägga internetleverantörer att filtrera materi-
al eller blockera tillgången till en webbplats eller IP-nummer som tillhanda-
håller olovligt material. Åtgärderna bör dock ej ta sikte på avstängning av 
enskildas abonnemang.
274
 Daniel Westman kritiserade rapporten och påpe-
kade att det saknades genomgång av faktiska förutsättningar för filtrering 
och blockering. Vidare gjorde Axhamn inte heller någon systematisk 
genomgång beträffande relationen mellan rättsliga krav på filtrering och 
blockering å ena sidan samt användarnas grundläggande fri- och rättigheter 
å andra sidan. Westman menar att blockering och filtrering kommer att leda 
till att även lagligt material försvinner. Det inte är möjligt att ta ställning till 
blockering och filtrering i allmänna drag utan närmare kännedom om de 
tekniska förutsättningarna och om möjligheterna att skydda grundläggande 
rättigheter.
275
 
 
I Finland beslutades av domstol att en internetleverantör skulle blockera 
tillgången till The Pirate Bay. Domstolen menade att en proportionalitetsbe-
dömning mellan grundläggande rättigheter, i förevarande fall egendoms-
skydd (immateriella rättigheter) och yttrandefrihet, behövde göras. The Pira-
te Bay hade inte ändrat sitt modus operandi trots fällande dom i Sverige 
varför ett ex parte föreläggande inte ansågs oskäligt. Domstolen påpekade 
att ingen blockeringsteknik är perfekt samt att annat material än det åsyftade 
kunde komma att blockeras. Det framhävdes dock att The Pirate Bays hu-
vudsakliga verksamhet gick ut på att tillgängliggöra upphovsrättsligt skyd-
dat material varför blockeringsteknikens eventuella brister inte utgjorde hin-
der för ett föreläggande. Av tidigare finska avgöranden att döma torde före-
lägganden av förevarande slag kunna meddelas om åtminstone 10 000 verk 
har tillgängliggjorts.
276
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Digital Economy Act tillåter blockering av hemsidor om en domstol finner 
att de huvudsakligen används för att begå upphovsrättsliga intrång, sektion 
17 punkterna 1 och 2.
277
 Liknande reglering har införts i Spanien.
278
 Den 
spanska högsta domstolen har dock gått med på att pröva hur mycket infly-
tande staten kan ha över internet i syfte att bekämpa olovlig fildelning.
279
 
Under 2011 presenterades två lagförslag i USA, SOPA och PIPA, vilka 
medgav rättighetshavare att genom domstolsbeslut stänga ner hemsidor som 
hävdades tillhandahålla piratmaterial. Speciellt för dessa lagförslag var att 
de tog sikte på hemsidor som var registrerade utanför USA. SOPA och 
PIPA kunde även användas för att tvinga USA-baserade sökmotorer, re-
klamnätverk och betalsystem som t.ex. Google och PayPal att inte göra affä-
rer med sådana hemsidor. Lagförslagen utsattes för stora protester, ledda av 
bland annat Wikipedia.
280
 Till följd av detta har de förklarats vilande på 
obestämd tid.
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5 Konklusioner 
Den intresseavvägning som ligger bakom de svenska ansvarsreglerna inne-
fattar rättighetshavares intresse av att få slut på intrång å ena sidan och den 
enskilda intrångsgörarens integritet samt yttrande-, åsikts- och informations-
frihet å andra sidan. Den personliga integriteten gör sig främst gällande vid 
identifiering av intrångsgörare, oaktat om det rör sig om exempelvis civil-
rättsligt informationsföreläggande eller identifiering vid brottmål i enlighet 
med LEK. Det står klart att den personliga integriteten får ge vika för rättig-
hetshavarnas intressen vid intrång av viss omfattning. Annorlunda förhåller 
det sig dock beträffande yttrande-, åsikts- och informationsfrihet, vilka ak-
tualiseras vid blockering av material, avstängning av användare samt filtre-
ring av internettrafik. Globalt förekommer en trend där blockering används i 
allt större utsträckning. I Sverige har man hittills valt att inte följa denna 
trend men åtgärderna som ryms under nu gällande svensk reglering framstår 
som ineffektiva. Informationsföreläggande och vite används knappt och 
varningsbrev ger i dagsläget inte önskad effekt. Att väcka åtal tar tid och 
rättighetshavare har i regel inte intresse av att någon faktiskt döms till an-
svar utan istället att intrång får ett snabbt slut. Även om det inte går att fast-
slå hur mycket fildelning som hade skett utan tillgång till dagens åtgärder 
verkar åtgärderna inte vara tillräckligt avskräckande. Det finns skydd för 
enskilda personer i form av exempelvis anonymitetstjänster vilket gör det 
svårt att utreda enskilda personers ansvar. Förespråkare för att åtgärder en-
dast bör inriktas på den enskilda individen tycks hålla ett alltför hårt grepp 
om en ideologi som dessvärre inte speglar verkligheten. Ingrepp från staten i 
grundläggade rättigheter måste företas med försiktighet men det har ej und-
gått de flesta människorna att fildelning oftast är olagligt.  
 
Blockering av hemsidor framstår som en effektiv metod för att hindra fort-
satta intrång. Åtgärden möjliggör hantering av tjänster som är stationerade i 
andra länder. På så sätt löser man problemet med fildelningsnätverk som för 
att undkomma repressalier väljer att bedriva sin verksamhet i länder med 
kraftlös upphovsrättslagstiftning. Liksom delvis automatiserad behandling i 
PUL är avsett att täcka situationer där manuella behandlingsinslag framstår 
som tillkomna för att gå runt lagens tillämpningsområde bör hemsidor kun-
na blockeras om de synes erbjuda lagligt material för att därigenom upprätt-
hålla olaglig spridning av upphovsrättsligt skyddat material.
282
 
 
Graduate response policy i kombination med avstängning har införts på oli-
ka sätt i olika länder och det är oklart om exempelvis Hadopi skulle ha kla-
rat en prövning i EU-domstolen. Det är dock rimligt att anta att om avstäng-
ning av användare föregås av en prövning och åtgärden anses vara propor-
tionerlig och nödvändig i enlighet med Telekompaketet utgör åtgärden inte 
ett för ingripande ingrepp i informationsfriheten från statens sida. En sådan 
intresseavvägning torde vara i linje med integritetsskyddet i RF, EU-stadgan 
och Europakonventionen. I doktrinen råder delade meningar om avstäng-
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ning och det är uppenbart att frågan är känslig. Upphovsrättsintrång anses 
vara ett så pass grovt brott att det kan resultera i fängelse varför det inte 
framstår som orimligt att det även skulle kunna leda till avstängning. Det är 
således författarens uppfattning att både avstängning och blockering torde 
kunna införas i svensk rätt. Annorlunda förhåller det sig dock med filtrering 
då detta kräver konstant övervakning. En sådan reglering ter sig inte kunna 
genomföras utan att strida mot grundläggande mänskliga rättigheter.
283
  
 
Avstängning och blockering bör gälla för viss tid och även kunna kombine-
ras med ålägganden, exempelvis att visst material ska tas bort för att en 
webbsida åter ska bli åtkomlig. Med tanke på internets centrala roll i vårt 
samhälle bör dock avstängning utgöra en sista utväg och eventuellt föregås 
av andra åtgärder som t.ex. begränsad internethastighet. Avstängning bör ej 
användas vid ringa intrång utan vid mer omfattande fildelning. Av de två 
åtgärderna är blockering att föredra, både ur integritets- och effektivitets-
synpunkt. 
 
CAS i USA är ett bra exempel på samarbete och det torde inte föreligga 
hinder för att Antipiratbyrån, IFPI Svenska Gruppen, skiv- och filmbolag i 
Sverige samarbetar på liknande sätt med internetleverantörer. Det är för 
tidigt för att avgöra huruvida CAS har önskad effekt, men i praktiken torde 
rättighetshavare få stopp på intrång samtidigt som personers identitet skyd-
das. Ett sådant samarbete bör dock följa någon typ av reglering eller inne-
hålla ett oberoende beslutsorgan för val av åtgärd för att skydda enskilda 
användare. 
 
Avslutningsvis står det klart att enskilda fildelare bär både civil- och straff-
rättsligt ansvar för sina handlingar. Det ligger i upphovsmännens, rättighet-
shavares och samhällets intresse att upphovsrätten skyddas. Tekniken ligger 
dock före lagstiftningen och det är författarens uppfattning att fildelare ad 
hoc har fallit in under skyddet för grundläggande rättigheter. Detta innebär 
inte att opartiska prövningar vid utredning om personers identitet i samband 
med fildelning bör undanröjas, men det framstår som orimligt att grundläg-
gande rättigheter skyddar personer som inkräktar på andra personers grund-
läggande rättigheter och därigenom upprätthåller ett av de vanligast före-
kommande brotten i vår tid. 
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Bilaga – P2P-nätverk 
Centraliserade nätverk 
 
 
Förmedlande nätverk 
 
Decentraliserade nätverk 
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Bilaga – Digital Economy Act 
9. Obligations to limit internet access: assessment and preparation 
 
(1) The Secretary of State may direct OFCOM to— 
(a) assess whether one or more technical obliga-
tions should be imposed on internet service pro-
viders; 
(b) take steps to prepare for the obligations; 
(c) provide a report on the assessment or steps to 
the Secretary of State. 
 
(2) A “technical obligation”, in relation to an internet service 
provider, is an obligation for the provider to take a technical 
measure against some or all relevant subscribers to its service 
for the purpose of preventing or reducing infringement of cop-
yright by means of the internet. 
 
(3) A “technical measure” is a measure that— 
(a) limits the speed or other capacity of the ser-
vice provided to a subscriber; 
(b) prevents a subscriber from using the service 
to gain access to particular material, or limits 
such use; 
(c) suspends the service provided to a subscriber; 
or 
(d) limits the service provided to a subscriber in 
another way. 
 
17. Power to make provision about injunctions preventing access to lo-
cations on the internet 
 
(1) The Secretary of State may by regulations make provision 
about the granting by a court of a blocking injunction in re-
spect of a location on the internet which the court is satisfied 
has been, is being or is likely to be used for or in connection 
with an activity that infringes copyright. 
 
(2) “Blocking injunction” means an injunction that requires a 
service provider to prevent its service being used to gain ac-
cess to the location. 
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