Pemanfaatan Pixel Indicator Technique (Pit) Dan Pseudo Random Number Generator (Prng) Dalam Penyisipan Pesan Teks Pada Gambar by dan Amira Akhmad Nasution, Dani Gunawan, M. Fadly Syahputra
  
Lentera Vol. 15.Juli 2015                                                                             57 
 
PEMANFAATAN PIXEL INDICATOR TECHNIQUE (PIT) DAN 
PSEUDO RANDOM NUMBER GENERATOR (PRNG) DALAM 
PENYISIPAN PESAN TEKS PADA GAMBAR 
Dani Gunawan1,M. Fadly Syahputra2, Amira Akhmad Nasution3 
1,2,3Program Studi S1 Teknologi Informasi Fakultas Ilmu Komputer dan Teknologi Informasi 
Universitas Sumatera Utara 
ABSTRAK 
Dengan perkembangan teknologi informasi memudahkan pengguna melakukan pertukaran data 
dalam kapasitas yang relatif besar. Perkembangan tersebut dapat memicu kejahatan terhadap 
pencurian data pada saat pengiriman data. Email merupakan salah satu alternatif pertukaran data 
antar pengguna. Namun untuk mencegah pencurian data oleh pihak yang tidak diinginkan diperlukan 
integrasi aplikasi steganografi pada email client. Steganografi merupakan teknik penyisipan pesan 
kedalam suatu media, salah satunya adalah gambar. Salah satu teknik steganografi adalah Pixel 
Indicator Technique (PIT). PIT merupakan teknik penyembunyian pesan yang menggunakan 
indikator dan channel. PIT memanfaatkan channel warna 24-bityang terdiri dari Red, Green dan 
Blue (RGB) dalam setiap pixel. PIT dapat dimodifikasi dengan menerapkan Pseudo Random Number 
Generator (PRNG) yang merupakan sebuah fungsi matematika yang menghasilkan bilangan acak 
yang berpola.Implementasi steganografi menggunakan PIT dan PRNG dilakukan pada email 
clientMozilla Thunderbird. Nilai bilangan acak (PRNG) merupakan indikator yang digunakan untuk 
menentukan channel warna yang akan digunakan untuk penyisipan pesan. Dengan menerapkan 
PRNG terhadap PIT dapat disimpulkan bahwa kapasitas dari PIT meningkat dan perbedaan gambar 
cover dengan gambar stego tidak terlihat perbedaannya secara kasat mata. 
Kata Kunci; Steganografi, Pixel Indicator Technique (PIT), Pseudo Random Number Generator 
(PRNG). 
PENDAHULUAN  
Pada era digital in i, perkembangan 
teknologi semakin pesat. Seiring dengan hal 
tersebut, perkembangan jaringan internet 
juga semakin luas. Dengan adanya jaringan 
internet tersebut, memudahkan pengguna 
(user) saling bertukar informasi (data) 
dalam kapasitas yang relatif besar. Salah  
satu alternatif pertukaran tersebut adalah 
email. Seiring dengan perkembangan 
tersebut, pencurian data melalui media 
internet pun semakin marak dilakukan oleh 
penyadap pada saat proses pengiriman data 
dan banyak user yang tidak menyadarinya 
sehingga mengirim data penting melalu i 
email. 
Untuk menghindari terjadinya 
kejahatan maka d iperlukan sebuah metode 
pengamanan data. Steganografi adalah salah 
satu metode alternatif pengamanan 
pertukaran data dengan kapasitas yang 
relatif besar. Steganografi mengamankan  
data dengan cara menyisipkan data kedalam 
suatu media. Pada perkembangannya, 
penyembunyian data dengan cara 
steganografi bisa menggunakan beberapa 
teknikd iantaranya Least Significant Bit 
(LSB), Stego Color Cycle (SCC), dan Pixel 
Indicator Technique (PIT). LSB adalah  
teknik steganografi dengan menyisipkan 
pesan pada bit paling tidak signifikan atau 
bit akhir dari sebuah pixel pada gambar. 
SCC merupakan penyisipan pesan kedalam 
gambar dengan perputaran channel RGB 
yang digunakan untuk menyisipkan pesan 
[3]. PIT merupakan pengembangan dari 
LSB dimana penyisipan pesan dilakukan  
pada 2 bit akhir pada channel warna 
berdasarkan indikator warna dengan 
menyisipkan min imal 0 bit dan maksimum 
4 bit. 
METODE PENELITIAN  
Arsitektur Umum 
Sistem yang dibangun merupakan 
sebuah add-ons. Add-ons merupakan fitur 
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yang digunakan untuk meningkatkan dan 
menyesuaikan aplikasi berbasis Mozilla. 
Mozilla Thunderbird merupakan email 
client yang dikembangkan oleh Mozilla 
Foundation dan bersifat open sources. 
Dalam hal ini, add-ons yang dibangun 
hanya bisa digunakan pada email client 
mozilla thunderbird. 
 
Gambar 1. Arsitektur Umum Penyisipan 
dan Ekstraksi Pesan 
Pada Gambar 1 terlihat proses 
penyisipan pesan pada sistem yang akan 
dibangun adalah dimulai dengan meng- 
input gambar cover dan pesan yang akan 
disisipi. Dilanjutkan dengan proses konversi 
pesan ke bilangan biner, bangkitkan nilai 
PRNG yang digunakan untuk mengacak 
nilai parameter dan sisipkan pesan dengan 
algortima PIT. Hasil yang keluar setelah 
proses selesai adalah gambar stego. 
Proses pengekstraksian pesan yang 
dimulai dengan input yang berupa gambar 
stego yang diilustrasikan pada Gambar 1. 
Dilanjutkan dengan mengambil panjang 
pesan dari 8 bytes pertama dari gambar, lalu  
bangkitkan nilai PRNG untuk mendapatkan 
nilai acak parameter dan dilanjutkan dengan 
mengambil pesan yang disisipkan dengan 
PIT. Hasilnya adalah pesan yang disisipkan 
ke dalam gambar. 
Proses Penyisipan pesan 
Proses penyisipan pesan seperti pada 
Gambar 2dimulai meng-input gambar 
dilanjutkan meng-input pesan. Setelah 
pesan di-input, pesan dikonversi ke dalam 
bilangan biner. Dihitung total bilangan biner 
dari hasil konversi pesan untuk diperoleh 
panjang pesan dalam bentuk desimal. 
Panjang pesan tadi dikonversikan kembali 
kedalam bilang biner dan ditambahkan bit  
‘0’ didepan bilangan biner dari konversi 
panjang pesan tersebut. Jumlah bit ‘0’ yang 
ditambahkan harus menghasilkan jumlah bit  
sebanyak 64 bit. Hal ini dikarenakan  
kapasitas yang disediakan untuk 
menyisipkan panjang pesan sebanyak 8 
bytes. Disisipkan dengan metode LSB 
dimana bit panjang pesan disisipkan pada 
bit akhir dari setiap channel pada gambar.  
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Gambar 2. Proses Penyisipan Pesan 
 
Setelah itu proses dilanjutkan dengan 
membangkitkan nilai PRNG untuk 
mengeset bilangan acak parameter. Untuk 
mendapatkan jumlah banyaknya pesan yang 
bisa disisipkan ke dalam gambar d igunakan 
perhitungan bilangan acak PRNG dan 
algoritma PIT lalu bandingkan kapasitas 
gambar dengan panjang pesan. Jika panjang 
pesan lebih besar dari kapasitas gambar, 
maka proses diulang kembali dari proses 
meng-input gambar. Namun, jika kapasitas 
gambar lebih  besar dari panjang pesan maka 
proses bisa dilanjutkan dengan menyisipkan 
pesan ke dalam gambar dengan algoritma 
LSB seperti yang telah disebutkan diatas. 
Pesan yang akan disembunyikan disisipkan 
ke dalam gambar dengan algoritma PIT. 
Setelah semua proses selesai, maka akan  
dihasilkan gambar stego. 
Set Parameter dengan PRNG 
PRNG merupakan sebuah fungsi 
matemat ika yang menghasilkan bilangan 
acak. Bilangan acak ini d igunakan untuk 
mengacak parameter warna yang akan 
digunakan untuk menyisipkan pesan. 
Bilangan acak ini akan dibangkitkan pada 




Gambar 3. Proses Membangkitkan PRNG 
Untuk memperoleh nilai c, xn dan a, 
terlebih dahulu bit panjang pesan yang 
 














Gambar 1. Arsitektur Umum Penyisipan Pesan 
Pada gambar 2 digambarkan proses pengekstraksian pesan 
yang dimulai dengan meng-input gambar stego. Dilanjutkan 
dengan mengambil panjang pesan dari 8 bytes pertama dari 
gambar, lalu bangkitkan nilai PRNG untuk mendapatkan 
nilai acak parameter dan dilanjutkan dengan mengambil 
pesan yang disisipkan dengan PIT. Hasilnya adalah pesan 











Gambar 2. Arsitektur Umum Ekstraksi Pesan 
B. Proses Penyisipan pesan 
Proses penyisipan pesan seperti pada gambar 3dimulai 
meng-input gambar dilanjutkan meng- input pesan. Setelah 
pesan di-input, pesan dikonversi ke dalam bilangan biner. 
Dihitung total bilangan biner dari hasil konversi pesan untuk 
diperoleh panjang pesan dalam bentuk desimal. Panjang 
pesan tadi dikonversikan kembali kedalam bilang biner dan 
ditambahkan bit ‘0’ didepan bilangan biner dari konversi 
panjang pesan tersebut. Jumlah bit ‘0’ yang ditambahkan 
harus menghasilkan jumlah bit sebanyak 64 bit. Hal ini 
dikarenakan kapasitas yang disediakan untuk menyisipkan 
panjang pesan sebanyak 8 bytes. Disisipkan dengan metode 
LSB dimana bit panjang pesan disisipkan pada bit akhir dari 














Konversi pesan ke biner
Konversi panjang pesan 
ke biner
Input Pesan
Tambahkan bit ‘0’ untuk 
menjadikan panjang 






Gambar 3. Proses Penyisipan Pesan 
      Setelah itu proses dila jutkan dengan membangkitkan 
nilai PRNG untuk mengeset bilangan acak parameter. Untuk 
mendapatkan juml h bany knya pesan y g bisa disisipkan 
ke dalam gamb r digunakan perhitu g n bilangan acak 
PRNG dan algoritma PIT lalu bandingkan kapasitas gambar 
dengan panjang pes n. Jika panjang pesan lebih besar dari 
kapasitas gambar, maka proses diulang kembali dari proses 
meng-input gambar. Namun, jik  kapasitas gambar lebih 
besar dari panj ng pesan mak  proses bisa dilanjutkan 
dengan menyisipkan pesan ke dalam gambar dengan 
algoritma LSB seperti yang telah disebutkan di tas. Pesan 
yang akan disembunyikan disisipkan ke dalam gambar 
dengan algoritma PIT. Setelah semua proses selesai, aka 
akan dihasilkan gambar stego. 
C. Set Parameter d ngan PRNG 
PRNG merupakan sebuah fungsi matematika yang 
menghasilkan bilangan acak [7]. Bilangan acak ini 
digunakan untuk mengacak parameter warna yang akan 
digunakan untuk menyisipkan pesan. Bilangan acak ini  
akan dibangkitkan pada setiap pixel. Pada gambar 4 akan 








Setiap 8 bit dari 64 
bit  panjang pesan 
di XOR
Tambahkan bit ‘0’ 
didepan bit hasil 
XOR
Bit 0 sampai 2 
sebagai nilai c
c > 0 c = c + 1
c > m c = c mod m
Bit 3 sampai 5 
sebagai nilai xn
xi > m xi = xi mod m
Bit 6 sampai 8 
sebagai nilai a
a > 0 a = a + 1













Gambar 4. Proses PRNG 
Untuk memperoleh nilai c, xn dan a, terlebih dahulu bit 
panjang pesan yang berjumlah 64 bit dipisah setiap 8 bit. 
Setiap 8 bit panjang pesan tersebut di XOR. Setelah hasil 
XOR diperoleh, tambahkan bit ‘0’ di depan 8 bit hasil XOR 
tersebut. Bit ‘0’ ditambahkan untuk membuat pembagian 
nilai antara c, xi dan a sama banyaknya. Setiap 3 bit dari 
jumlah bit tersebut dijadikan sebagai nilai c, a dan nilai awal 
xi. Nilai c diperoleh dari bit 0 sampai bit 2 dan nilai c harus 
lebih besar dari 0. Nilai xi diperoleh dari bit 3 sampai bit 5 
dan nilai a diperoleh dari bit 6 sampai 8 dan nilai a harus 
lebih besar dari 0. Nilai c, xi dan a harus lebih besar dari m. 
Jika tidak, nilai c, xi dan a akan di mod m untuk 
mendapatkan nilainya. Nilai m disini ditetapkan bedasarkan 
banyaknya kemungkinan yang diperoleh dari channel red, 
green, dan blue. Dalam hal ini nilai m = 7. 
D. Penyisipan dengan PIT 
Untuk membangkitkan nilai PRNG, rumus seperti pada 
gambar 4 terus diulang untuk membangkitkan PRNG untuk 
memperoleh parameter channel yang akan disisipkan pesan. 
Seperti yang terlihat pada gambar 5. Jika nilai xi = 0 maka 
channel red dari pixel tersebut yang digunakan untuk 
menyisipkan pesan sebanyak 2 bit. 2 bit akhir dari bit 
channel red yang diganti dengan bit pesan. Setiap 1 channel 
disisipkan 2 bit pesan. Panjang pesan akan dikurang seiring 
dengan disisipkannya pesan ke dalam gambar. Pengurangan 
panjang pesan sesuai dengan banyaknya pesan yang 
disisipkan pada 1 pixel. Proses ini terus berulang sampai 
pengecekan panjang pesan > 0. Jika ya, maka proses 
penyisipan dilanjutkan ke pixel berikutnya. Jika tidak, maka 
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Masukkan nilai a, c dan xn 
ke dalam rumus 














Gambar 5. Proses Penyisipan Pesan dengan PIT 
E. Proses Ekstraksi Pesan 
Pada gambar 6 dapat dilihat alur proses pengekstraksian 
psan yang disisipkan pada gambar stego sampai pesan 
tersebut dapat diketahui oleh si penerima. Proses dimulai 
dengan meng-input gambar stego dan dilanjutkan dengan 
mengekstrak panjang pesan. Panjang pesan disisipi 
sebanyak 64 bit pertama pada gambar dengan algortima 
Least Significant Bit (LSB) dimana pesan disisipi pada 1 bit 
terakhir atau bit yang paling tidak signifikan pada gambar. 
Setelah panjang pesan sudah diekstrak, proses dilanjutkan 
dengan mengeset parameter untuk mengetahui channel apa 
saja yang digunakan pada setiap setiap pixel. Penjelasan 
proses set parameter PRNG dapat dilihat pada gambar 2. 
Proses ekstraksi tersebut dilanjutkan dengan mengambil bit 
pesan dari gambar menggunakan algoritma PIT. Apabila 
semua proses sudah selesai dilakukan maka pesan yang 
telah disisipkan pada gambar akan muncul. 
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berjumlah 64 bit dip isah setiap 8 bit. Setiap  
8 bit panjang pesan tersebut di XOR. 
Setelah hasil XOR dipero leh, tambahkan bit  
‘0’ di depan 8 bit hasil XOR tersebut. Bit 
‘0’ ditambahkan untuk membuat pembagian 
nilai antara c, xi dan a sama banyaknya. 
Setiap 3 bit dari jumlah bit tersebut 
dijadikan sebagai nilai c, a  dan nilai awal xi. 
Nilai c diperoleh dari bit 0 sampai bit 2 dan 
nilai c harus lebih besar dari 0. Nilai xi  
diperoleh dari bit 3 sampai bit 5 dan nilai a  
diperoleh dari bit 6 sampai 8 dan nilai a  
harus lebih besar dari 0. Nilai c, xi dan a 
harus lebih besar dari m. Jika tidak, n ilai c, 
xi dan a akan di mod m untuk mendapatkan 
nilainya. Nilai m d isini d itetapkan 
bedasarkan banyaknya kemungkinan yang 
diperoleh dari channel red, green, dan blue. 
Dalam hal in i nilai m = 7. 
 
Penyisipan dengan PIT 
Untuk membangkitkan nilai PRNG, 
proses seperti pada Gambar 3 terus diulang 
untuk membangkitkan PRNG untuk 
memperoleh parameter channel yang akan 
disisipkan pesan. Seperti yang terlihat pada 
Gambar 4. Jika nilai xi = 0 maka channel 
red dari pixel tersebut yang digunakan 
untuk menyisipkan pesan sebanyak 2 bit. 2 
bit akhir dari bit channel red yang diganti 
dengan bit pesan. Setiap 1 channel 
disisipkan 2 bit pesan. Panjang pesan akan 
dikurang seiring dengan disisipkannya 
pesan ke dalam gambar. Pengurangan 
panjang pesan sesuai dengan banyaknya 
pesan yang disisipkan pada 1 pixel. Proses 
ini terus berulang sampai pengecekan 
panjang pesan > 0. Jika ya, maka proses 
penyisipan dilanjutkan ke pixel berikutnya. 
Jika tidak, maka proses telah selesai.
 
Gambar 4. Penyisipan Pesan Menggunakan PIT  








Setiap 8 bit dari 64 
bit  panjang pesan 
di XOR
Tambahkan bit ‘0’ 
didepan bit hasil 
XOR
Bit 0 sampai 2 
sebagai nilai c
c > 0 c = c + 1
c > m c = c mod m
Bit 3 sampai 5 
sebagai nilai xn
xi > m xi = xi mod m
Bit 6 sampai 8 
sebagai nilai a
a > 0 a = a + 1













Gambar 4. Proses PRNG 
Untuk memperoleh nilai c, xn dan a, terlebih dahulu bit 
panjang pesan yang berjumlah 64 bit dipisah setiap 8 bit. 
Setiap 8 bit panjang pesan tersebut di XOR. Setelah hasil 
XOR diperoleh, tambahkan bit ‘0’ di depan 8 bit hasil XOR 
tersebut. Bit ‘0’ ditambahkan untuk membuat pembagian 
nilai antara c, xi dan a sama banyaknya. Setiap 3 bit dari 
jumlah bit tersebut dijadikan sebagai nilai c, a dan nilai awal 
xi. Nilai c diperoleh dari bit 0 sampai bit 2 dan nilai c harus 
lebih besar dari 0. Nilai xi diperoleh dari bit 3 sampai bit 5 
dan nilai a diperoleh dari bit 6 sampai 8 dan nilai a harus 
lebih besar dari 0. Nilai c, xi dan a harus lebih besar dari m. 
Jika tidak, nilai c, xi dan a akan di mod m untuk 
mendapatkan nilainya. Nilai m disini ditetapkan bedasarkan 
banyaknya kemungkinan yang diperoleh dari channel red, 
green, dan blue. Dalam hal ini nilai m = 7. 
D. Penyisipan dengan PIT 
Untuk membangkitkan nilai PRNG, rumus seperti pada 
gambar 4 terus diulang untuk membangkitkan PRNG untuk 
memperoleh parameter channel yang akan disisipkan pesan. 
Seperti yang terlihat pada gambar 5. Jika nilai xi = 0 maka 
channel red dari pixel tersebut yang digunakan untuk 
menyisipkan pesan sebanyak 2 bit. 2 bit akhir dari bit 
channel red yang diganti dengan bit pesan. Setiap 1 channel 
disisipkan 2 bit pesan. Panjang pesan akan dikurang seiring 
dengan disisipkannya pesan ke dalam gambar. Pengurangan 
panjang pesan sesuai dengan banyaknya pesan yang 
disisipkan pada 1 pixel. Proses ini terus berulang sampai 
pengecekan panjang pesan > 0. Jika ya, maka proses 
penyisipan dilanjutkan ke pixel berikutnya. Jika tidak, maka 
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Masukkan nilai a, c dan xn 
ke dalam rumus 














Gambar 5. Proses Penyisipan Pesan dengan PIT 
E. Proses Ekstraksi Pesan 
Pada gambar 6 dapat dilihat alur proses pengekstraksian 
psan yang disisipkan pada gambar stego sampai pesan 
tersebut dapat diketahui oleh si penerima. Proses dimulai 
dengan meng-input gambar stego dan dilanjutkan dengan 
mengekstrak panjang pesan. Panjang pesan disisipi 
sebanyak 64 bit pertama pada gambar dengan algortima 
Least Significant Bit (LSB) dimana pesan disisipi pada 1 bit 
terakhir atau bit yang paling tidak signifikan pada gambar. 
Setelah panjang pesan sudah diekstrak, proses dilanjutkan 
dengan mengeset parameter untuk mengetahui channel apa 
saja yang digunakan pada setiap setiap pixel. Penjelasan 
proses set parameter PRNG dapat dilihat pada gambar 2. 
Proses ekstraksi tersebut dilanjutkan dengan mengambil bit 
pesan dari gambar menggunakan algoritma PIT. Apabila 
semua proses sudah selesai dilakukan maka pesan yang 
telah disisipkan pada gambar akan muncul. 
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Pada Gambar 5 dapat dilihat alur proses 
pengekstraksian pesan yang disisipkan pada 
gambar stego sampai pesan tersebut dapat 
diketahui oleh si penerima. Proses dimulai 
dengan meng-input gambar stego dan 
dilanjutkan dengan mengekstrak panjang 
pesan. Panjang pesan disisipi sebanyak 64 
bit pertama pada gambar dengan algortima 
Least Significant Bit (LSB) dimana pesan 
disisipi pada 1 bit terakhir atau bit yang 
paling tidak signifikan pada gambar. Setelah  
panjang pesan sudah diekstrak, proses 
dilanjutkan dengan mengeset parameter 
untuk mengetahui channel apa saja yang 
digunakan pada setiap setiap pixel. Proses 
ekstraksi tersebut dilanjutkan dengan 
mengambil b it pesan dari gambar 
menggunakan algoritma PIT. Apabila 
semua proses sudah selesai dilakukan maka 
pesan yang telah disisipkan pada gambar 
akan muncul. 
 
Gambar 5. Proses Ekstraksi Pesan 
 
 
Gambar 6. Ekstraksi Pesan Menggunakan 
PIT 
Ekstraksi dengan PIT 
Agar mendapatkan channel yang 
digunakan untuk menyisipkan pesan pada 
setiap pixel, n ilai PRNG harus 
dibangkitkan. Seperti terlihat pada Gambar 
6 untuk mendapatkan nilai xi maka nilai a, c  
dan xn harus dimasukkan ke dalam rumus 
PRNG. Untuk memperoleh n ilai - n ilai 
tersebut, penjelasan alur prosesnya sudah 
dijelaskan pada Gambar 3. Setelah nilai 
PRNG untuk mengeset parameter diperoleh, 
proses dilanjutkan dengan mengambil bit  
pesan yang disembunyikan pada gambar. bit  












Gambar 6.  Proses Ekstraksi Pesan 










Bit pesan += 2 bit akhir
Panjang pesan - 2
Gunakan channel Green
Bit pesan += 2 bit akhir
Panjang pesan - 2
Gunakan channel Blue
Bit pesan += 2 bit akhir
Panjang pesan - 2
Gunakan channel Red 
Green
Bit pesan += 4 bit akhir
Panjang pesan - 4
Gunakan channel Red 
Blue
Bit pesan += 4 bit akhir
Panjang pesan - 4
Gunakan channel Green 
Blue
Bit pesan += 4 bit akhir













Masukkan nilai a, c dan xn 
ke dalam rumus 
xn+1= axn + c (mod m) 







Gunakan channel Red 
Green Blue
Bit pesan += 6 bit akhir








Gambar 7. Proses Ekstraksi Pesan dengan PIT 
Agar mendapatkan channel yang digunakan untuk 
menyisipkan pesan pada setiap pixel, nilai PRNG harus 
dibangkitkan. Seperti terlihat pada gambar 7 untuk 
mendapatkan nilai xi maka nilai a, c dan xn harus 
dimasukkan ke dalam rumus PRNG. Untuk memperoleh 
nilai - nilai tersebut, penjelasan alur prosesnya sudah 
dijelaskan pada gambar 4. Setelah nilai PRNG untuk 
mengeset parameter diperoleh, proses dilanjutkan dengan 
mengambil bit pesan yang disembunyikan pada gambar. bit 
yang diambil adalah 2 bit terakhir dari channel warna yang 
digunakan. Misal nilai xi = 0, maka channel yang digunakan 
adalah channel red. Pada channel red tersebut diambil 2 bit 
akhir yang merupakan bit pesan. 2 bit pesan tersebut 
disimpan di tempat sementara sampai semua bit pesan 
terpenuhi. Panjang pesan dikurang 2 karena 2 bit yang 
diambil dari channel red tersebut. Proses ini terjadi pada 1 
pixel. Selanjutnya panjang pesan dibandingkan. Apakah 
p njang pesan lebih besar dari 0 atau tidak. Jika panjang 
pe an > 0, maka lanjut ke pixel berikutnya. Proses diulang 
lagi dari memasukkan nilai a, c dan xi samapai bit pesan 
yang diambil dari gambar dan panjang pesan dikurangi. Jika 
panjang pesan <= 0 maka bit pesan yang disimpan 
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dalam gambar. Tampilan dapat dilihat pada gambar 8. 
 
Gambar 8. Tampilan Menu ‘Embed’ 
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Gambar 9. Tampilan Halaman Penulisan Pesan 
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channel warna yang digunakan. Misal nilai 
xi = 0, maka channel yang digunakan 
adalah channel red. Pada channel red 
tersebut diambil 2 bit akhir yang merupakan  
bit pesan. 2 bit pesan tersebut disimpan di 
tempat sementara sampai semua b it pesan 
terpenuhi. Panjang pesan dikurangi dengan 
2 karena terdapat 2 b it yang diambil dari 
channel red tersebut. Proses ini terjad i pada 
1 pixel. Selanjutnya panjang pesan 
dibandingkan. Apakah panjang pesan lebih 
besar dari 0 atau tidak. Jika panjang pesan > 
0, maka lanjut ke pixel berikutnya. Proses 
diulang lagi dari memasukkan nilai a , c dan 
xi samapai bit pesan yang diambil dari 
gambar dan panjang pesan dikurangi. Jika 
panjang pesan <= 0 maka bit pesan yang 
disimpan sementara sudah terpenuhi maka 
bit pesan tersebut di konversi ke karakter. 
HAS IL DAN PEMBAHASAN 
Implementasi Sistem 
1. Menyisipkan Pesan 
Penyisipan pesan dilakukan 
menggunakan menu ‘Embed’. Menu ini 
diintegrasikan dengan menu standar yang 
ada di Mozilla Thunderbird. Tampilan menu 
dapat dilihat pada Gambar 7. 
 
Gambar 7. Menu Embed untuk 
Menyisipkan Pesan 
2. Penulisan Pesan 
Penulisan pesan dilakukan melalui 
jendela yang berupa text dialog seperti pada 
Gambar 8. Pada text dialog tersebut dapat 
dituliskan pesan apapun yang ingin 
disisipkan ke dalam gambar. Tampilannya 
dapat dilihat pada Gambar 8. 
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Setelah pesan yang disisipkan berhasil 
disisipkan, maka akan muncul dialog box 
yang menampilkan banyaknya karakter 
yang disembunyikan dan maksimal pesan 
yang bisa dimasukkan ke dalam gambar 
cover. Tampilan dialog box ini dapat dilihat 
pada Gambar 9. 
4. Ekstraksi Pesan 
Menu ‘Extract’ d igunakan untuk 
mengekstraksi pesan yang telah disisipkan 
ke dalam gambarcover. Menu ini dapat 
dilihat pada Gambar 10. 
 
Gambar 8. Menulis Pesan yang akan 
Disisipkan  
 
Gambar 9. Informasi Penyisipan Pesan 
 
Gambar 10. Menu untuk Ekstraksi Pesan 
5. Hasil Pesan Tersembunyi yang Telah 
Diekstraksi 
Tampilan in i menunjukkan hasil pesan 
yang diekstraksi sama dengan hasil pesan 
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pixel. Selanjutnya panjang pesan dibandingkan. Apakah 
panjang pesan lebih besar dari 0 atau tidak. Jika panjang 
pesan > 0, maka lanjut ke pixel berikutnya. Proses diulang 
lagi dari memasukkan nilai a, c dan xi samapai bit pesan 
yang diambil dari gambar dan panjang pesan dikurangi. Jika 
panjang pesan <= 0 maka bit pesan yang disimpan 
sementara sudah terpenuhi maka bit pesan tersebut di 
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dalam gambar. Tampilan dapat dilihat pada gambar 8. 
 
Gambar 8. Tampilan Menu ‘Embed’ 
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3. Tampilan Dialog Box 
 
Pada gambar 10 dapat dilihat dialog box yang muncul 
setelah pesan yang akan disisipkan sudah diketikkan. Dialog 
box ini akan menampilkan banyaknya karakter yang 
disembunyikan dan maksimal pesan yang bisa dimasukkan 
ke dalam gambar cover. 
 
 
Gambar 10. Tampilan Dialog Box 
4. Tampilan Menu ‘Extract 
 
Pada gambar 11 dapat dilihat tampilan menu ‘Extract’ yang 
digunakan untuk mengekstraksi pesan yang telah disisipkan 
ke dalam gambar.  
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5. Tampilan Pesan yang Telah Diekstraksi 
 
Tampilan ini menunjukkan hasil pesan yang diekstraksi 
sama dengan hasil pesan yang disisip. Tampilan dapat 
dilihat pada gambar 12. 
 
 
Gambar 12. Tampilan Pesan yang Telah Diekstraksi 
B. Pengujian Sistem 
Pengujian sistem ialah hasil dari perbandingan data yang 
dilakukan terhadap sistem yang dibangun. Pada pengujian 
ini akan ditampilkan nilai PSNR dan histogram, kapasitas 
pesan yang bisa disisipkan pada gambar dan ketahanan dari 
gambar yang telah disisipi pesan. Hasil pengujian akan 
ditampilkan sebagai berikut: 
1. Hasil Pengujian Perbandingan Gambar yang 
Dinyatakan dengan Nilai PSNR 
 
Tabel 1 akan menampilkan hasil pengujian nilai PSNR 
penyisipan pesan menggunakan algoritma PIT dan PRNG. 
PSNR digunakan untuk mengetahui perbandingan kualitas 
citra sebelum dan sesudah disisipkan pesan [8]. Semakin 
tinggi nilai PSNR, maka semakin tidak terlihat perbedaan 
gambar cover dengan gambar stego. 









































2. Hasil Pengujian Kapasitas 
Pengujian ini dilakukan untuk mengetahui banyaknya pesan 
yang bisa disisipi pada sebuah gambar. Tabel pengujian 
kapasitas dapat dilihat pada tabel 2. 
Tabel 2 Kapasitas maksimum gambar menggunakan 
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dilihat pada gambar 12. 
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Pengujian sistem ialah hasil dari perbandingan data yang 
dilakukan terhadap sistem yang dibangun. Pada pengujian 
ini akan ditampilkan nilai PSNR dan histogram, kapasitas 
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Tabel 1 akan menampilkan hasil pengujian nilai PSNR 
penyisipan pesan menggunakan algoritma PIT dan PRNG. 
PSNR digunakan untuk mengetahui perbandingan kualitas 
citra sebelum dan sesudah disisipkan pesan [8]. Semakin 
tinggi nilai PSNR, maka semakin tidak terlihat perbedaan 
gambar cover dengan gambar stego. 









































2. Hasil Pengujian Kapasitas 
Pengujian ini dilakukan untuk mengetahui banyaknya pesan 
yang bisa disisipi pada sebuah gambar. Tabel pengujian 
kapasitas dapat dilihat pada tabel 2. 
Tabel 2 Kapasitas maksimum gambar menggunakan 
algoritma PIT dengan PRNG 










bisa disisipka  
p da gambar 
(karakter) 
1 Gambar 1 100 x 
100 
294 4275 
2 Gambar 2 200 x 
200 
294 17133 
3 Gambar 3 300 x 
300 
294 19447 
4 Gambar 4 400 x 
400 
294 40200 
Hasil maksimal pesan  menggunakan PIT dengan 
PRNG lebih banyak yang bisa disispi karena pada 
penggabungan algoritma PIT dengan fungsi matematika 
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Gambar 11. Pesan Telah Diekstraksi 
Pengujian Sistem 
Pengujian sistem ialah hasil dari 
perbandingan data yang dilakukan terhadap 
sistem yang dibangun. Pada pengujian in i 
akan ditampilkan n ilai PSNR dan 
histogram, kapasitas pesan yang bisa 
disisipkan pada gambar dan ketahanan dari 
gambar yang telah disisipi pesan. Hasil 
pengujian akan ditampilkan sebagai berikut: 
1. Hasil Pengujian Perbandingan 
Gambar yang Dinyatakan dengan Nilai 
PSNR 
Tabel 1 akan menampilkan hasil 
pengujian nilai PSNR penyisipan pesan 
menggunakan algoritma PIT dan PRNG. 
PSNR d igunakan untuk mengetahui 
perbandingan kualitas citra sebelum dan 
sesudah disisipkan pesan [8]. Semakin  
tinggi nilai PSNR, maka semakin t idak 
terlihat perbedaan gambar cover dengan 
gambar stego. 
Tabel 1. Tabel Nilai PSNR Menggunakan 
PIT dan PRNG 
 
2. Hasil Pengujian Kapasitas 
Pengujian ini dilakukan untuk 
mengetahui banyaknya pesan yang bisa 
disisipi pada sebuah gambar. Tabel 
pengujian kapasitas dapat dilihat pada Tabel 
2. 
Tabel 2. Kapasitas Maksimum Gambar 
Menggunakan Algoritma PIT dan PRNG 
 
Hasil maksimal pesan menggunakan 
PIT dengan PRNG leb ih banyak yang bisa 
disispi karena pada penggabungan algoritma 
PIT dengan fungsi matemat ika PRNG 
dihasilkan setiap pixel-nya dapat disisipi 
minimal 2 bit dan maksimal 6 bit. 
3. Ketahanan 
Pengujian ketahanan ini dilakukan 
untuk mengetahui apakah pesan masih bisa 
diekstrak ketika gambar stego sudah 
dipotong (crop), ukurannya diubah (resize), 
diputar (rotate), diputar balik (flip), 
dipadatkan (compress) dan grayscale. 
a. Pemotongan (crop)  
Gambar 12 (a) merupakan gambar 
stego asli, sedangkan Gambar 12 (b) 
merupakan gambar stego yang bagian 
bawah dipotong secara horizontal yang 
masih b isa diekstrak karena panjang pesan 
yang disisipi pada 8 bytes pertama gambar 
tidak terpotong. Gambar 12 (c), Gambar 12 
(d) dan Gambar 12 (e) merupakan gambar 
stego yang dipotong secara vertical mauun 
horizontal namun tidak bisa diekstrak 
karena panjang pesan terpotong. Hasil 
pengujian ini menghasilkan bahwa gambar 
stego yang dipotong masih bisa diekstrak 
selama panjang pesan yang disisipkan pada 
gambar t idak d ipotong. Jika panjang pesan 




3. Tampilan Dialog Box 
 
Pada gambar 10 dapat dilihat dialog box yang muncul 
setelah pesan yang akan disisipkan sudah diketikkan. Dialog 
box ini akan menampilkan banyaknya karakter yang 
disembunyikan dan maksimal pesan yang bisa dimasukkan 
ke dalam gambar cover. 
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2. Hasil Pengujian Kapasitas 
Pengujian ini dilakukan untuk mengetahui banyaknya pesan 
y ng bisa disisipi pada sebuah gambar. Tabel pengujian 
kapasitas dapat dilihat pada tabel 2. 
Tabel 2 Kapasitas maksimum gambar menggunakan 
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2. Hasil Pengujian Kapasitas 
Pengujian ini dilakukan untuk mengetahui banyaknya pesan 
yang bisa disisipi pada sebuah gambar. Tabel pengujian 
kapasitas dapat dilihat pada tabel 2. 
Tabel 2 Kapasitas maksimum gambar menggunakan 
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ke dalam gambar cover. 
 
 
Gambar 10. Tampilan Dialog Box 
4. Tampilan Menu ‘Extract 
 
Pada gambar 11 dapat dilihat tampilan menu ‘Extract’ yang 
digunakan untuk mengekstraksi pesan yang telah disisipkan 
ke dalam gambar.  
 
 
Gambar 11. Tampilan Menu ‘Extract’ 
 
5. Tampilan Pesan yang Telah Diekstraksi 
 
Tampilan ini menunjukkan hasil pesan yang diekstraksi 
sama dengan hasil pesan yang disisip. Tampilan dapat 
dilihat pada gambar 12. 
 
 
Gambar 12. Tampilan Pesan yang Telah Diekstraksi 
B. Pengujian Sistem 
Pengujian sistem ialah hasil dari perbandingan data yang 
dilakukan terhadap sistem yang dibangun. Pada pengujian 
ini akan ditampilkan nilai PSNR dan histogram, kapasitas 
pesan yang bisa disisipkan pada gambar dan ketahanan dari 
gambar yang telah disisipi pesan. Hasil pengujian akan 
ditampilkan sebagai berikut: 
1. Hasil Pengujian Perbandingan Gambar yang 
Dinyatakan dengan Nilai PSNR 
 
Tabel 1 akan menampilkan hasil pengujian nilai PSNR 
penyisipan pesan menggunakan algoritma PIT dan PRNG. 
PSNR digunakan untuk mengetahui perbandingan kualitas 
citra sebelum dan sesudah disisipkan pesan [8]. Semakin 
tinggi nilai PSNR, maka semakin tidak terlihat perbedaan 
gambar cover dengan gambar stego. 









































2. Hasil Penguji  Kapasitas 
Pengujian ini dilakukan untuk mengetahui banyaknya pesan 
yang bisa disisipi pada sebuah gambar. Tabel pengujian 
kapasitas dapat dilihat pada tabel 2. 
Tabel 2 Kapasitas maksimum gambar menggunakan 














1 Gambar 1 100 x 
100 
294 4275 
2 Gambar 2 200 x 
200 
294 7133 
3 Gambar 3 300 x 
300 
294 19447 
4 Gambar 4 400 x 
400 
294 40200 
Hasil maksimal pesan  menggunakan PIT dengan 
PRNG lebih banyak yang bisa disispi karena pada 
penggabunga  algoritma PIT dengan fungsi matematika 
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Gambar 12. Pengujian dengan Memotong 
Gambar 
b. Mengubah ukuran (resize)  
Pada Gambar 13 dapat dilihat bahwa 
pengujian dilakukan pada gambar dengan 
ukuran berbeda. Gambar 13 (a) merupakan  
gambar stego asli yang bisa diekstrak. 
Gambar 13 (b) adalah gambar stego yang 
diperbesar ukurannya dan gambar 13 (c) 
adalah gambar yang diperkecil ukurannya. 
Hasil pengujian menyatakan bahwa ga mbar 
stego yang ukurannya diubah tidak berhasil 
diekstrak karena bit pada gambar akan  
berubah. 
 
Gambar 13. Pengujian dengan Mengubah 
Ukuran Gambar 
c. Perputaran (rotate) 
Pada Gambar 14 (a) adalah gambar 
stego asli. Gambar 14 (b ), Gambar 14 (c) 
dan Gambar 14 (d) adalah gambar stego 
diputar ke kanan sebanyak 90, 180 dan 270 
derajat. Hasil dari perputaran tersebut 
membuat gambar stego tidak bisa diekstrak 
karena 8 bytes pertama yang disisipi 
panjang pesan nilai b itnya telah berubah. 
 
Gambar 14. Pengujian dengan Memutar 
Gambar 
d. Putar balik (flip)  
Gambar 15 (a) merupakan gambar 
stego asli yang bisa diekstrak. Gambar 15 
(b) dan Gambar 15 (c) merupakan gambar 
stego yang di flip secara horizontal dan 
vertical. Gambar stego yang diputar balik 
juga tidak bisa diekstrak pesan yang disisipi 
pada gambar karena nilai bit untuk 
mendapatkan panjang pesan sudah berubah. 
 
Gambar 15. Pengujian dengan Memutar 
Balik Gambar 
e. Memampatkan (compress)  
Pada pengujian pemampatan ukuran file  
gambar, pesan tidak berhasil diektraksi. 
Haisl in i d iakibat oleh ukuran gambar yang 
berubah menjadi lebih kecil ketika 
dimampatkan sehingga nilai bit  setiap pixel 
akan berubah. Oleh karena itu pesan yang 
disisipi pada gambar tidak bisa diekstrak.  
f. Grayscale  
Gambar 16 (a) merupakan gambar 
stego asli. Gambar 16 (b) merupakan  
gambar stego yang di grayscale. Gambar 
stego yang di grayscale juga tidak b isa 
diekstrak dikarenakan nilai b it yang telah 
berubah. 
 
Gambar 16. Pengujian dengan Membuat 
Gambar Menjad i Grayscale 
PENUTUP 
Simpulan 
Penyisipan pesan pada gambar 
menggunakan Pixel Indicator Technique 
(PIT) dan Pseudo Random Number 
Generator (PRNG) yang berupa add-on 
pada email clientMozilla Thunderbird  
menghasilkan kesimpulan sebagai berikut: 
1. Hasil maksimal pesan 
menggunakan PIT dengan PRNG 
lebih banyak yang bisa disispi pada 
 
PRNG dihasilkan setiap pixel-nya dapat disisipi minimal 2 
bit dan maksimal 6 bit. 
3. Ketahanan 
Pengujian ketahanan ini dilakukan untuk mengetahui apakah 
pesan masih bisa diekstrak ketika gambar stego sudah 
dipotong (crop), ukurannya diubah (resize), diputar (rotate), 
diputar balik (flip), dipadatkan (compress) dan grayscale. 
a. Pemotongan (crop) 
Gambar 11 (a) merupakan gambar stego asli, gambar 11 (b) 
merupakan gambar stego yang bagian bawah dipotong 
secara horizontal yang masih bisa diekstrak karena panjang 
pesan yang disisipi pada 8 bytes pertama gambar tidak 
terpotong. Gambar 11 (c), gambar 11 (d) dan gambar 11 (e) 
merupakan gambar stego yang dipotong secara vertical 
mauun horizontal namun tidak bisa diekstrak karena 
panjang pesan terpotong. Hasil pengujian ini menghasilkan 
bahwa gambar stego yang dipotong masih bisa diekstrak 
selama panjang pesan yang disisipkan pada gambar tidak 
dipotong. Jika panjang pesan dipotong maka tidak ada hasil 
apapun dari pengekstrakan pesan. 
     
  
 
Gambar 11. Gambar Pe ujian Crop 
b. Mengubah ukuran (resize) 
Pada gambar 12 dapat dilihat bahwa pengujian dilakukan 
pada gambar dengan ukuran berbeda. Gambar 12 (a) 
merupakan gambar stego asli yang bisa diekstrak. Gambar 
12 (b) adalah gambar stego yang diperbesar ukurannya dan 
gambar 12 (c) adalah gambar yang diperkecil ukurannya. 
Hasil pengujian  menyatakan bahwa gambar stego yang 
ukurannya diubah tidak berhasil diekstrak karena bit pada 
gambar akan berubah. 
               
 
Gambar 12. Gambar Pengujian Resize 
c. Perputaran (rotate) 
Pada gambar 13 (a) adalah gambar stego asli. Gambar 13 
(b),  gambar 13 (c) dan gambar 13 (d) adalah gambar stego 
diputar ke kanan sebanyak 90, 180 dan 270 derajat. Hasil 
dari perputaran tersebut membuat gambar stego tidak bisa 
diekstrak karena 8 bytes pertama yang disisipi panjang 
pesan nilai bitnya telah berubah.  
         
 
Gambar 13. Gambar Pengujian Rotate 
d. Putar balik (flip) 
Gambar 14 (a) merupakan gambar stego asli yang bisa 
diekstrak. Gambar 14 (b) dan gambar 14 (c) merupakan 
gambar stego yang di flip secara horizontal dan vertical. 
Gambar stego yang diputar balik juga tidak bisa diekstrak 
pesan yang disisipi pada gambar karena nilai bit untuk 
mendapatkan panjang pesan sudah berubah. 
         
 
Gambar 14. Gambar Pengujian Flip 
e. Memampatkan (compress) 
Pada gambar 15 (a) gambar bisa diekstrak karena gambar 
stego asli. Gambar 15 (b) merupakan gambar stego yang 
dimampatkan. Akibat ukuran gambar berubah menjadi lebih 
kecil ketika dimampatkan sehingga nilai bit setiap pixel 
akan berubah. Hal ini menyebabkan pesan yang disisipi 
pada gambar tidak bisa diekstrak. 
                           
 
Gambar 15. Gambar Pengujian Compress 
f. Grayscale 
Gambar 16 (a) merupakan gambar stego asli. Gambar 16 (b) 
merupakan gambar stego yang di grayscale. Gambar stego 
yang di grayscale juga tidak bisa diekstrak dikarenakan nilai 
bit yang telah berubah. 
    
 
Gambar 16. Gambar Penguian Grayscale 
 
     (d)                         (e) 
       (a)                       (b)                     (c) 
(a)                    (b)                   (c)                   (d) 
(a)                      (b)                     (c) 
  (a)                            (b)                          (c) 
(a)                    (b) 
(a)                    (b) 
 
PRNG dihasilkan setiap pixel-nya dapat disisipi minimal 2 
bit dan maksimal 6 bit. 
3. Ketahanan 
Pengujian ketahanan ini dilakukan untuk mengetahui apakah 
pesan masih bisa diekstrak ketika gambar stego sudah 
dipotong (crop), ukurannya diubah (resize), diputar (rotate), 
diputar balik (flip), dipadatkan (compress) dan grayscale. 
a. Pemotongan (crop) 
Gambar 11 (a) merupakan gambar stego asli, gambar 11 (b) 
merupakan gambar stego yang bagian bawah dipotong 
secara horizontal yang masih bisa diekstrak karena p njang 
pesan yang disisipi pada 8 bytes pertama gambar tidak 
terpotong. Gambar 11 (c), g mbar 11 (d) dan gambar 11 (e) 
merupakan gambar stego yang dipotong secara vertical 
mauun horizontal namun tidak bisa diekstrak karena 
panjang pesan terpotong. Hasil pengujian ini menghasilkan 
bahwa g mbar stego yang dipotong masih bisa diekstrak 
selama panjang pesan yang disisipkan pada gambar tidak 
dipotong. Jika p njang pesan dipotong maka tidak ad  hasil 
apapun dari pengekstrakan pesan. 
     
  
 
Gambar 11. Gamb r P ngujian Crop 
b. M bah ukur n (resize) 
Pada gambar 12 dapat dilihat bahwa pengujian dilakukan 
pada gambar dengan ukuran berbeda. Gambar 12 (a) 
merupakan gambar stego asli yang bisa diekstrak. Gambar 
12 (b) adalah gambar stego yang diperbesar ukurannya d n 
gambar 12 (c) adalah gambar yang diperkecil ukuranny . 
Hasil pengujian  menyatakan bahwa gambar stego yang 
ukurannya diubah tidak berhasil diekstrak karena bit pada 
gambar akan berubah. 
               
 
Gambar 12. Gambar Pengujian Resize 
c. Perputaran (rot te) 
Pada gambar 13 (a) dalah gambar stego asli. Gambar 13 
(b),  gambar 13 (c) dan gambar 13 (d) adalah gambar stego 
diputar ke kanan sebanyak 90, 180 dan 270 derajat. Hasil 
dari perputaran tersebut membuat gambar stego tidak bisa 
diekstrak karena 8 bytes pertama yang disisipi panjang 
pesan nilai bitnya telah berubah.  
         
 
Gambar 13. Gambar Pengujian Rotate 
d. Putar balik (flip) 
Gambar 14 (a) merupakan gambar stego asli yang bisa 
diekstrak. Gambar 14 (b) dan gambar 14 (c) merupakan 
gambar stego yang di flip secara horizontal dan vertical. 
Gambar stego yang diputar balik juga tidak bisa diekstrak 
pesan yang disisipi pada gambar karena nilai bit untuk 
mendapatkan panjang pesan sudah berubah. 
         
 
Gambar 14. Gambar Pengujian Flip 
e. Memampatkan (compress) 
Pada gambar 15 (a) g mbar bisa diekstr k karena gambar 
stego asli. Gambar 15 (b) merupakan gambar stego yang 
dimampatka . Akibat u uran gambar berubah menjadi lebih 
kecil ketika dimampatkan sehingga nilai bit setiap pixel 
akan berubah. Hal ini menyebabkan pesan yang disisipi 
pada gambar tidak bisa diekstrak. 
                          
 
Gambar 15. Gambar Pengujian Compress 
f. Grayscale 
Gambar 16 (a) merupakan gambar stego asli. Gambar 16 (b) 
merupakan ga r stego yang di grayscale. Gambar stego 
yang di grayscale juga tidak bisa diekstrak dikarenakan nilai 
bit yang telah berubah. 
    
 
Gambar 16. Gambar Penguian Grayscale 
 
     (d)                         (e) 
       (a)                       (b)                     (c) 
(a)                    (b)                   (c)                  (d) 
(a)                      (b)                     (c) 
  (a)                           (b)                          (c) 
(a)                    (b) 
(a)                    (b) 
 
PRNG dihasilkan setiap pixel-nya dapat disisipi minimal 2 
bit dan maksimal 6 bit. 
3. Ketahanan 
Pengujian ketahanan ini dilakukan untuk mengetahui apakah 
pesan masih bisa diekstrak ketika gambar stego sudah 
dipotong (crop), ukurannya diubah (resize), diputar (rotate), 
diputar balik (flip), dipadatkan (compress) dan grayscale. 
a. Pemotongan (crop) 
Gambar 11 (a) merupakan gambar stego asli, gambar 11 (b) 
merupakan gambar stego yang bagian bawah dipotong 
secara horizontal yang masih bisa diekstrak karena panjang 
pesan yang disisipi pada 8 bytes pertama gambar tidak 
terpotong. Gambar 11 (c), gambar 11 (d) dan gambar 11 (e) 
merupakan gambar stego yang dipotong secara vertical 
mauun horizontal namun tidak bisa diekstrak karena 
panjang pesan terpotong. Hasil pengujian ini menghasilkan 
bahwa gambar stego yang dipotong masih bisa diekstrak 
selama panjang pesan yang disisipkan pada gambar tidak 
dipotong. Jika panjang pesan dipotong maka tidak ada hasil 
apapun dari pengekstrakan pesan. 
     
  
 
Gambar 11. Gambar Pengujian Crop 
b. Mengubah ukuran (resize) 
Pada gambar 12 dapat dilihat bahwa pengujian dilakukan 
pada gambar dengan ukuran berbeda. Gambar 12 (a) 
merupakan gambar stego asli yang bisa diekstrak. Gambar 
12 (b) adalah gambar stego yang diperbesar ukurannya dan 
gambar 12 (c) adalah gambar yang diperkecil ukurannya. 
Hasil pengujian  menyatakan bahwa gambar stego yang 
ukurannya diubah tidak berhasil diekstrak karena bit pada 
gambar akan berubah. 
               
 
Gambar 12. Gambar Pengujian Resize 
c. Perputaran (rotate) 
Pada gambar 13 (a) adalah gambar stego asli. Gambar 13 
(b),  gambar 13 (c) dan gambar 13 (d) adalah gambar stego 
iputar ke kanan sebanyak 90, 180 dan 270 derajat. Hasil 
dari perputaran tersebut membua  gambar tego tidak bisa 
diekstrak karena 8 bytes p rtama yang disisipi panjang 
esan nilai bitny  telah berubah.  
         
 
Gambar 13. Gambar Pengujian Rotate 
d. Putar balik (flip) 
Gambar 14 (a) merupakan gambar stego asli yang bisa 
diekstrak. Gambar 14 (b) dan gambar 14 (c) merupakan 
gambar stego yang di flip secara horizontal dan vertical. 
Gambar stego yang diputar balik juga tidak bisa diekstrak 
pesan yang disisipi pada gambar karena nilai bit untuk 
mendapatkan panjang pesan sudah berubah. 
         
 
Gambar 14. Gambar Pengujian Flip 
e. Memampatkan (compress) 
Pada gambar 15 (a) gambar bisa diekstrak karena gambar 
stego asli. Gambar 15 (b) merupakan gambar stego yang 
dimampatkan. Akibat ukuran gambar berubah menjadi lebih 
kecil ketika dimampatkan sehingga nilai bit setiap pixel 
akan berubah. Hal ini menyebabkan pesan yang disisipi 
pada gambar tidak bisa diekstrak. 
                           
 
Gambar 15. Gambar Pengujian Compress 
f. Grayscale 
Gambar 16 (a) merupakan gambar stego asli. Gambar 16 (b) 
merupakan gambar stego yang di grayscale. Gambar stego 
yang di grayscale juga tidak bisa diekstrak dikarenakan nilai 
bit yang telah berubah. 
    
 
Gambar 16. Gambar Penguian Grayscale 
 
     (d)                         (e) 
       (a)                       (b)                     (c) 
(a)                    (b)                   (c)                   (d) 
(a)                      (b)                     (c) 
  (a)                            (b)                          (c) 
(a)                    (b) 
(a)                    (b) 
 
PRNG dihasilkan setiap pixel-nya dapat disisipi minimal 2 
bit dan maksimal 6 bit. 
3. Ketahanan 
Pengujian ketahanan ini dilakukan untuk mengetahui apakah 
pesan masih bisa diekstrak ketik  gambar stego sudah 
dipotong (crop), ukurannya diubah (resize), diputar (rotate), 
diputar balik (flip), dipadatkan (compress) dan grayscale. 
a. Pemotongan (crop) 
Gambar 11 (a) merupakan gambar stego asli, gambar 11 (b) 
merupakan gambar stego yang b gian bawah dipotong 
secara horizontal yang masih bisa diekstrak karena panjang 
pesan yang disisipi pada 8 bytes pertama gambar tidak 
terpotong. Gambar 11 (c), gambar 11 (d) dan gambar 11 (e) 
merupakan gambar stego yang dipotong secara vertical 
mauun horizontal namun tidak bisa diekstrak karena 
panjang pesan terpotong. Hasil pengujian ini menghasilkan 
bahwa gambar stego yang dipotong masih bisa diekstrak 
selama panjang pesan yang disisipkan pada gambar tidak 
dipotong. Jika panjang pesan dipotong maka tidak ada hasil 
apapun dari pengekstrakan pesan. 
    
  
 
Gambar 11. Gam  Pengujian Crop 
b. Mengubah ukuran (resize) 
Pada gambar 12 dapat dilihat bahwa pengujian dilakukan 
pada gambar dengan ukuran berbeda. Gambar 12 (a) 
merupakan gambar stego asli yang bisa diekstrak. Gambar 
12 (b) adalah gambar stego yang diperbesar ukurannya dan 
gambar 12 (c) adalah gambar yang diperkecil ukurannya. 
Hasil pengujian  menyatakan bahwa gambar stego yang 
ukurannya diubah tidak berhasil diekstrak karena bit pada 
gambar akan berubah. 
               
 
Gambar 12. Gambar Pengujian Resize 
c. Perputaran (rotate) 
Pada gambar 13 (a) adalah gambar stego asli. Gambar 13 
(b),  gambar 13 (c) dan gambar 1  (d) adalah gambar stego 
diputar ke k nan seb nyak 90, 180 dan 270 derajat. Hasil 
dari perputaran tersebut membuat gambar stego tidak bisa 
diekstrak karena 8 bytes pertama yang disisipi panjang 
pesan nilai bitny  tel h berubah.  
         
 
Gamb r 13. Gambar Pengujian Rotate 
d. Putar balik (flip) 
Gambar 14 (a) merupakan gambar stego asli yang bisa 
diekstrak. Gambar 14 (b) d n gambar 14 (c) merupakan 
gambar stego yang di flip secara horizontal dan vertical. 
Gambar stego yang di utar balik juga tidak bisa diekstrak 
pesan yang disisipi pada gambar karena nilai bit untuk 
mendapatk n p nj ng pesan sudah berubah. 
         
 
Gambar 14. Gambar Pengujian Flip 
e. Memampatkan (compress) 
Pada gambar 15 (a) gambar bisa diekstrak karena gambar 
stego asli. Gambar 15 (b) merupakan gambar stego yang 
dimampatkan. Akibat ukuran gambar berubah menjadi lebih 
kecil ketika dimampatkan sehingga nilai bit setiap pixel 
akan berubah. Hal ini menyebabkan pesan yang disisipi 
pada gambar tidak bisa diekstrak. 
                           
 
Gambar 15. Gambar Pengujian Compress 
f. Grayscale 
Gambar 16 (a) merupakan gambar stego asli. Gambar 16 (b) 
merupakan gambar stego yang di grayscale. Gambar stego 
yang di grayscale juga tidak bisa diekstrak dikarenakan nilai 
bit yang telah berubah. 
    
 
Gambar 16. Gambar Penguian Grayscale 
 
     (d)                         (e) 
       (a)                       (b)                     (c) 
(a)                    (b)                   (c)                   (d) 
(a)                      (b)                     (c) 
  (a)                           ( )                          (c) 
(a)                    (b) 
(a)                    (b) 
 
PRNG dihasilkan setiap pixel-nya dapat disisipi minimal 2 
bit dan maksimal 6 bit. 
3. Ketahanan 
Pengujian ketahanan ini dilakukan untuk mengetahui apakah 
pesan masih bisa diekstrak ketika gambar stego sudah 
dipotong (crop), ukurannya diubah (resize), diputar (rotate), 
diputar balik (flip), dipadatkan (compress) dan grayscale. 
a. Pemotongan (crop) 
Gambar 11 (a) merupakan gambar stego asli, gam ar 11 (b) 
merupakan gambar stego yang bagian bawah dipoton  
secara horizontal yang masih bisa diekstrak karena panjang 
pesan yang disisipi pada 8 bytes pertama gambar tidak 
terpotong. Gambar 11 (c), gambar 11 (d) dan gambar 11 (e) 
merupakan gambar stego yang dipoton  secara vertic l 
mauun horizontal namun tidak bisa diekstrak karena 
panjang pesan terpotong. Hasil pengujia  ini menghasilkan 
bahwa gambar stego yang dipoto g masih bisa diekstrak 
selama panjang pesan yang disisipkan pada gambar tidak
dipotong. Jika panjang pesan dipotong maka tid k ada hasil 
apapun dari pengekstrakan pesan. 
     
  
 
Gambar 11. Gambar Pengujian Crop 
b. Mengubah ukuran (resize) 
Pada gambar 12 dapat dilihat bahw  penguji n dil kukan 
pada gambar dengan ukuran berbed . Gamb r 12 (a) 
merupakan gambar stego asli yang bi a diekstrak. Gambar 
12 (b) adalah gambar stego yang diperb sar u uranny  dan 
gambar 12 (c) adalah gambar yang diperkecil ukurannya. 
Hasil pengujian  menyatakan bahwa gambar stego yang 
ukurannya diubah tidak berhasil diekstrak karen  bit p  
gambar akan berubah. 
               
 
Gambar 12. Gambar Pengujian Resize 
c. Perputaran (rotate) 
Pada gambar 13 (a) adalah gambar stego asli. Gambar 13 
(b),  gambar 13 (c) dan gambar 13 (d) adalah gambar stego 
diputar ke kanan sebanyak 90, 180 dan 270 derajat. Hasil 
dari perputaran tersebut membuat gambar stego tidak bisa 
diekstrak karena 8 bytes pertama yang disisipi panjang 
pesan nilai bitnya telah berubah.  
        
 
Gambar 13. Gambar Pengujian Rotate 
d. Putar balik (flip) 
Ga bar 14 (a) merupakan g bar stego asli y ng bisa 
diekstrak. Gambar 14 (b) dan gambar 14 (c) merupakan 
g bar stego yang di flip secara horizont l dan vertical. 
Gambar stego yang diputar balik juga tidak bisa diekstrak
pesan yang disisipi pada gambar karena nilai bit untuk 
mendapatkan panjang pesan sudah berubah. 
         
 
Gambar 14. Gambar Pengujian Flip 
e. Memampatkan (compres ) 
Pada gambar 15 (a) gambar b sa d ekstrak karen  gambar 
stego asli. Gambar 15 (b) merupakan gambar stego yang 
dimampatkan. Akibat ukuran gambar berubah menjadi lebih 
kecil ketika dimampatkan sehingga nilai bit setiap pixel
akan berubah. Hal ini menyebabkan pesan yang disisipi 
ada gamb r tidak bisa diekstrak. 
                          
 
Gambar 15. Gambar Pengujian Compress 
f. Grayscale 
Gambar 16 (a) merupakan gambar stego asli. Gambar 16 (b) 
merupakan gambar stego yang di grayscale. Gambar stego 
yang di grayscale juga tidak bisa diekstrak dikarenakan nilai 
bit yang telah berubah.
    
 
Gambar 16. Gambar Peng ian Graysc le 
 
     (d)                         (e) 
       (a)                       (b)                     (c) 
(a)                   (b)                   (c)                   (d) 
(a)                      (b)                     (c) 
  (a)                           (b)                        (c) 
( )                    (b) 
(a)                    (b) 
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gambar daripada menggunakan 
algoritma PIT saja karena pada 
penggabungan algoritma PIT 
dengan fungsi matematika PRNG 
dihasilkan setiap pikselnya dapat 
disisipi min imal 2 bit dan 
maksimal 6 b it sedangkan 
penyisipan pesan dengan PIT dapat 
disisipi min imal 0 bit dan 
maksimal 4 b it pada setiap piksel. 
2. Kualitas citra berdasarkan dari 
nilai PSNR tidak begitu baik 
namun secara kasat mata gambar 
stego tersebut tidak terlihat 
perbedaannya dengan gambar 
cover. 
3. Pengujian ketahanan gambar stego 
terhadap pemotongan (crop) 
gambar, putar (rotate) gambar, 
memutar balik (flip) gambar, 
mengubah ukuran (resize) gambar, 
dan grayscale menghasilkan  
ekstraksi pada pesan gagal karena 
bit pada gambar telah berubah 
nilainya sehingga bit yang akan 
dibaca untuk mengekstraksi pesan 
tidak diperoleh. Namun, jika 
gambar stego yang di-crop hanya 
bagian bawah secara horizontal, 
pesan masih bisa diekstraksi 
selama panjang pesan yang disisipi 
pada gambar tidak terpotong. 
Saran 
Agar sistem yang dikembangkan dapat 
memperoleh hasil yang lebih baik dan 
maksimal, maka diperlukan saran dari 
semua pihak untuk melengkapi kekurangan 
yang ada. Saran untuk penelitian  
selanjutnya adalah: 
1. Kekurangan penelitian in i adalah 
ketahanan gambar stego tidak 
berhasil diekstraksi jika terjadi 
perubahan pada gambar stego 
sehingga pada penelitian 
selanjutnya masalah ketahanan 
dapat ditingkatkan. 
2. Algoritma pada penelitian ini 
hanya bisa menggunakan model 
warna aditif (RGB) sehingga pada 
penelitian selanjutnya disarankan 
bisa menggunakan model warna 
subtraktif (CMYK) dengan 
algoritma lain. 
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