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Abstracción: en el área de las telecomunicaciones la abstracción habilita el 
ocultamiento de detalles técnicos específicos de los recursos de una infraestructura 
física de red mientras son representados como un conjunto de atributos, 
características y funcionalidades [1]. 
 
AS: (Autonomous System) Sistema Autónomo: es un conjunto de dispositivos de 
red gobernados y controlados administrativamente por un operador o entidad 
común [2] [3].  
 
Emulación: enfoque de virtualización que imita completamente el funcionamiento 
de un Hardware especifico con el objetivo de ejecutar Software, el cual no fue 
diseñado para el equipo anfitrión [4]. 
 
SDN: (Software-Defined Networking) Redes definidas por software: SDN es un 
nuevo paradigma que desacopla el plano de control y el plano de datos, extrayendo 
el control de los conmutadores a un servidor externo (controller) para unificarlo y 
simplificarlo (abstracción) permitiendo a las redes manejarse como un una entidad 
lógica o virtual [5]. 
 
Openflow: es el primer protocolo implementado para la arquitectura SDN, esta 
tecnología usa el concepto de flujo para identificar el tráfico de red y tablas de flujos 
para determinar el comportamiento de ese tráfico a través de los dispositivos de red 
controlados externamente por un controller [6]. 
 
Controller: El controller es considerado como un sistema operativo de red que 
centraliza el plano de control de los dispositivos SDN, el objetivo de este es proveer 










Las Redes Definidas por Software son un enfoque emergente que busca dar 
solución a problemas de seguridad, flexibilidad y optimización de las redes 
tradicionales, este enfoque rehace las redes para impulsar el desarrollo de las 
tecnologías de telecomunicación [8]. 
 
La separación del plano de datos y el plano de control, la extracción de este último 
a un sistema centralizado programable denominado controller y la abstracción de 
los recursos facilita la adopción de aplicaciones que se comportan como los 
protocolos establecidos en las redes tradicionales, con la diferencia de que pueden 
ser personalizados por programadores, operadores de red o por sistemas 
automatizados [9].  
 
Las Redes Definidas por Software están en creciente desarrollo y despliegue 
alrededor del mundo, por esta razón el objetivo de este proyecto es la construcción 
de un documento que enseñe los fundamentos de la tecnología SDN. Este informe 
busca documentar como fue el proceso de construcción de la guía anexada. 
 
PALABRAS CLAVES: ABSTRACCION, MININET, OSIFICACION, REDES DE 
NUEVA GENERACION, REDES DEFINIDAS POR SOFTWARE, SEPARACION DE 













Las redes de telecomunicación en su evolución han operado a través de dispositivos 
intermedios que transportan datos desde un origen hasta un destino. Cada 
dispositivo de red es independiente y visualiza la red a partir de mensajes enviados 
y recibidos en sus interfaces interconectadas, su simplicidad de operación ha 
permitido el desarrollo y expansión de las redes de datos e internet, sin embargo, la 
funcionalidad es cerrada, osificada y depende de los aportes que realicen los 
fabricantes y los desarrollos de los estándares internacionales.  
 
A partir de las problemáticas aprendidas con las redes tradicionales y la necesidad 
de plataformas que soporten nuevos servicios surgen esfuerzos para dar impulso a 
la evolución de las telecomunicaciones, estas tecnologías de nueva generación 
buscan usar características tales como  virtualización, ingeniería de tráfico,  control 
de acceso, procesamiento intermedio, aislamiento, seguridad entre otros para 
apoyar servicios emergentes como lo son la computación en la nube y los sistemas 
distribuidos.  
 
Software-Defined Networking (SDN) es un enfoque de red que mantiene parte de la 
simplicidad del funcionamiento tradicional de las redes, conservando la 
dependencia del plano de datos con el plano de control pero extrayendo este ultimo 
de cada dispositivo a un componente externo de forma centralizada basado en 
software, permitiendo un conocimiento global de toda la red, flexibilidad, 
escalabilidad, seguridad, abstracción y automatización de procesos de gestión. 
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2. DEFINICION DEL PROBLEMA 
 
Las redes de telecomunicación han evolucionado a través del tiempo de una manera 
lenta según las necesidades que se van presentando en su operación [10], por 
ejemplo: VLSM (Mascara de Subred de Tamaño Variable) surgió tras la necesidad 
de aprovechar de forma óptima el espacio de direcciones IP, sin embargo, esta 
solución no fue definitiva debido a que actualmente se presenta el agotamiento de 
dicho rango de direcciones. Fue necesario diseñar  lo que se denomina 
direccionamiento IPV6. Además, los dispositivos intermedios se han caracterizado 
por ser unidades independientes que calculan rutas y/o reenvían paquetes a un 
siguiente salto basados en información parcial (RIP), por segmentos  (Spanning 
tree) o por AS (Sistemas Autónomos) (OSPF). Estas características hacen que las 
redes actuales tengan un bajo grado de flexibilidad y alta complejidad en su 
administración. 
 
Alrededor del 2005 en la Universidad de Standford se inició el desarrollo de un 
nuevo enfoque basado en la centralización del control de toda la red, en su 
automatización a nivel de software y en disminuir las tareas de los dispositivos 
intermedios (switches y routers) a solo reenvío de paquetes [11] [12]. Esto otorga a 
la red características flexibles y programables, además, abre las puertas a 
desarrollos de nuevos servicios [9]. Este novedoso enfoque se llamó SDN (Redes 
definidas por Software) [13]. 
 
Empresas tan importantes como Facebook y Google han implementado este nuevo 
paradigma en sus Data Center [14]. SDN ofrece menos complejidad que el enfoque 
de virtualización de redes [15] y existen en el mercado varias soluciones que 
demuestran el fortalecimiento de esta tecnología de nueva generación.  
 
La Universidad Tecnología de Pereira lleva en su misión un compromiso de 
desarrollo con su región, con el conocimiento y con el futuro de sus estudiantes, por 
lo cual dicha institución en búsqueda del mejoramiento debe estar preparada con 
las temáticas que pueden generar oportunidades a sus alumnos en un mercado en 
vía de desarrollo. El programa de Ingeniería de Sistemas y Computación, la 
Especialización de Redes de Datos y la Maestría en Ingeniería de Sistemas no 
tienen vinculado en sus currículos materiales acerca de Redes Definidas por 
Software. Se puede establecer que la institución no cuenta con una guía teórico-





3. JUSTIFICACION  
 
Por medio del desarrollo de este proyecto la Universidad Tecnología de Pereira en 
su programa de Ingeniería en Sistemas y Computación y afines contará con material 
teórico-práctico que permitirá a los estudiantes y profesores interesados en el área 
de las telecomunicaciones profundizar en conceptos de tecnologías de nueva 
generación emergentes como SDN. Además, se resaltan los siguientes beneficios: 
   
 Ampliación del currículo académico relacionado con asignaturas de 
telecomunicaciones. 
 
 Ganancia de nuevos conocimientos y habilidades técnicas en el área de 
redes  de telecomunicación para estudiantes y profesores. 
 
 
 Estado de arte que soporte el desarrollo de nuevos proyectos de 
investigación relacionados con las Redes Definidas por Software. 
 
 
 Integración del área de telecomunicaciones con el área de programación y 
desarrollo. 
 






4. OBJETIVO GENERAL  
 
Generar una guía teórico-práctica sobre fundamentos de Redes Definidas por 
Software que introduzca nuevos conocimientos y habilidades técnicas al personal 
académico relacionado con las telecomunicaciones y el programa de Ingeniería en 
sistemas y afines de la Universidad Tecnológica de Pereira. 
 
 
4.1. OBJETIVOS ESPECÍFICOS 
 
 Hacer un estudio de estado del arte sobre las Redes Definidas por Software 
a nivel teórico y práctico.  
 
 Analizar y documentar los requisitos técnicos, limitaciones y ventajas del 
emulador Mininet. 
 
 Construir una guía de implementación y uso del emulador de redes Mininet 
que brinde las bases prácticas para la implementación de las prácticas de 
SDN. 
 
 Establecer el alcance de una red SDN tipo y el plan de capacitación teórico 
necesario para abordar la implementación de este tipo de redes. 
 
 Generar capítulos teóricos para la enseñanza de los conceptos 
fundamentales en de las Redes Definidas por Software. 
 
 Diseñar prácticas en un entorno de red emulado para generar un ambiente 
de trabajo de Redes Definidas por Software. 
 
 Crear documento que servirá como guía teórico-práctica sobre los 




5. MARCO DE REFERENCIA 
 
5.1. MARCO DE ANTECEDENTES 
 
La Universidad de California Berkeley y la Universidad de Standford iniciaron a partir 
de 2005 estudios acerca de una tecnología que permitiera el acercamiento de las 
redes al paradigma de programación [11] [12] [13], ya que tradicionalmente el 
sistema de dispositivos de red cuenta con funcionamiento cerrado y autónomo 
delegando el desarrollo a estándares internacionales y aportes de los fabricantes. 
SDN surgió de la necesidad de simplificar la administración, automatizar procesos, 
mejorar la seguridad, separar lo planos de operación y de desarrollar una tecnología 
de nueva generación [8]. 
 
A partir de los estudios antes mencionados, surgió una organización de beneficio 
mutuo fundada por grandes empresas como Deutsche Telekom, Facebook, Google, 
Microsoft, Verizon y Yahoo para promover los beneficios  y mejorar el concepto de 
las Redes Definidas por Software, esta organización fue llamada Open Networking 
Foundation (ONF) [16], el primer protocolo SDN conocido fue llamado OpenFlow y 
ha sido desarrollado desde entonces [17].  
 
El catálogo de la biblioteca de la Universidad Tecnológica de Pereira solo cuenta 
con una monografía  sobre SDN titulada: Características conceptuales de la 
tecnología SDN (Software Defined Networking) [18], la cual solo describe conceptos 
generales no técnicos. El programa de ingeniería de sistemas, la especialización y 
maestrías no cuentan con contenido de SDN. El grupo de investigación en 
telecomunicaciones Nyquist no cuenta con antecedentes en esta temática y tienen 
como plan de investigación a futuro el uso de resultados de este proyecto 
investigativo.  
 
5.2. MARCO CONCEPTUAL: 
 
Redes Definidas por Software (SDN): es un modelo diseñado para hacer las redes 
de telecomunicación programables y flexibles. SDN se fundamenta en la 
abstracción del funcionamiento del dispositivo de red y en la separación de los 
planos de control y de datos; donde el plano de control se extrae del dispositivo a 
un controlador externo basado en software, dicho controlador es común para un 
conjunto de dispositivos.  La importancia de esto reside en la posibilidad de controlar 
toda la red desde un único punto. Este enfoque ofrece características como: 




Planos de operación: Los planos de operación de un dispositivo de red dependen 
de la funcionalidad asignada: el control; señalización y construcción de tablas de 
enrutamiento. El reenvió de datos es la conmutación de paquetes de un puerto a 
otro. Finalmente la administración comprende el monitoreo y configuración de los 
servicios de un dispositivo. Las cargas de trabajo de un dispositivo intermedio de 
red pueden clasificarse en cargas del plano de datos; por ejemplo paquetes 
encapsulando http, cargas del plano de control; mensajes con tablas de 
enrutamiento RIP y cargas de administración como paquetes SNMP [13]. 
 
Virtualización de redes: es el uso de recursos de red sin depender directamente 
del hardware adyacente. El objetivo de la virtualización de redes consiste en facilitar 
el uso compartido de recursos de manera eficaz, controlada y segura para los 
usuarios y los sistemas [19]. 
 
OpenFlow: es un protocolo de red basado en SDN desarrollado por ONF (Open 
Network Foundation) [6]. 
 
Controller: es el principal componente de la arquitectura SDN, provee las interfaces 
para interconectar aplicaciones y dispositivos de red de una manera automatizada  
facilitando la programación, reorganización y reconfiguración de la red. El controller 
aloja el plano de control de una red de telecomunicación [20].  
 
Emulación: técnica de compatibilización entre distintos tipos de plataformas para la 
operación de sistemas en plataformas foráneas [4]. 
 
Mininet: es un emulador que crea una red de hosts, switches, controladores y 
enlaces virtuales [21]. Los host de Mininet ejecutan el núcleo de Linux estándar y 
sus switches soportan OpenFlow para el enrutamiento flexible de Redes Definidas 
por Software. Mininet apoya la investigación, el desarrollo, el aprendizaje, la 
creación de prototipos, pruebas, depuración, y cualquier otra tarea que podrían 








5.3. MARCO TEÓRICO 
 
5.3.1. Teoría de tráfico. “Un requisito general para el diseño de los elementos de 
una red, ya sean conmutadores o circuitos de transmisión multiplexados, es la 
especificación del tráfico que van a soportar” [22]1.  
 
Al momento de diseñar una red, no se define con el propósito de que pueda manejar 
todo el tráfico que llega al mismo tiempo. Por el contrario, se define con la suposición 
básica de que el tráfico entrante proviene de cada fuente particular con una cierta 
probabilidad. La red se construye para soportar la suma de todos los tráficos 
parciales, siempre y cuando no exceda un cierto nivel denominado capacidad de la 
red, a la probabilidad de que esto suceda se le conoce como grado de servicio. La 
teoría de tráfico se encarga de estudiar e interpretar estos fenómenos [22]2. 
 
5.3.2. Rol de un administrador de red. Un administrador de red no sólo debe 
ocuparse de las características específicas de la red, también tienen un papel muy 
importante dentro del diseño y topología de red, la configuración y disposición de 
elementos físicos que en sí crean la infraestructura. “Al igual que el diseñador de 
una red se ocupa de la capacidad de transporte de tráfico de los elementos de la 
red, también ha de ocuparse de la capacidad de la red en conjunto. ¿Cuántos 
canales separados pueden establecerse entre A y B a través de la red? ¿Cuál es el 
máximo número de enlaces entre nodos sobre todos los caminos mínimos que unen 
cualquier par origen-destino?” [22]3.  
 
5.3.3. Separación de planos de operación. Los planos de operación de un 
dispositivo de red dependen de la funcionalidad asignada como el control, el reenvío 
de datos y la administración. Las cargas de trabajo de un dispositivo intermedio de 
red pueden clasificarse en cargas del plano de datos; por ejemplo paquetes 
encapsulando http, cargas del plano de control; mensajes con tablas de 
enrutamiento RIP y cargas de administración como paquetes SNMP. En muchas 
tecnologías como IP el transporte de cargas de control se efectúa junto al de datos, 
compartiendo los mismos medios pero distinguiéndose el procesamiento en el 
dispositivo, en otras tecnologías como el protocolo SS7 (Sistema de señalización 
por canal común No 7), usado ampliamente en las redes telefónicas, se presenta  
separación entre el plano de control y datos [23]. Por consiguiente, el intercambio 
de mensajes se realiza en el plano de datos y el plano de control direcciona la 
configuración y la preparación necesaria para que los servicios del dispositivo 
puedan ser usados y los paquetes puedan ser intercambiados.  
 
 
1 pp. 9. 
2 pp. 9. 
3 pp. 15. 
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El desacoplamiento del plano de control y de datos genera beneficios, permitiendo 
que la información de señalización no sea interrumpida por fallas en el plano de 
datos.  La arquitectura de internet de próxima generación propone el uso de 
virtualización de redes para diversificar los sistemas y los protocolos de 
comunicación, permitiendo múltiples redes lógicas con diferentes pilas de 
protocolos compartiendo una infraestructura de red sencilla, la virtualización es el 
elemento clave para proveer separación de flujo e influye fuertemente en la 
separación de los planos de control y datos. El  plano de control tiene operaciones 




5.4. MARCO HISTÓRICO: 
 
Aunque SDN aparenta haber surgido de repente, esta tecnología es parte de una 
larga historia de esfuerzos para hacer las redes informáticas más programables. El 
hacer las redes más flexibles permite la innovación en la gestión y reduce la barrera 
para el despliegue de nuevos servicios.  
Desde mediados de 1990 y principios del 2000 se introdujo el concepto de redes 
activas, las cuales tenían como objetivo modificar dinámicamente el 
comportamiento de la red por medio de código transportado en los paquetes.  A 
diferencia del entorno tradicional, el enfoque de red activa genera complejidad en el 
transporte, procesamiento de paquetes y funcionamiento de la red [24].  
Entre 2001 y 2007 los esfuerzos se concentraron en la separación del plano de 
control con respecto al plano de datos, este es uno de los pilares de las redes 
definidas por software. 
Después del 2007 se generalizo la adopción  del modelo de Redes Definidas por 
Software mediante la API OpenFlow, primer protocolo SDN e interfaz abierta para 
hacer las redes de telecomunicaciones escalables, flexibles e inteligentes. 
La virtualización de las redes también es un aspecto que aporta conceptos 
importantes a las redes definidas por software y esta viene desarrollándose desde 
mucho tiempo atrás, antes de las redes activas, separación de planos y 
establecimiento de OpenFlow. 
 
5.5. MARCO ESTADO DEL ARTE: 
 
ONF es la entidad que actualmente promociona la adopción de SDN a través de la 
definición de estándares; el documento titulado: Software-Defined Networking: The 
New Norm for Networks [8] presenta formalmente el concepto SDN y su estructura: 
aplicaciones, controllers y dispositivos interconectados mediante APIs como lo son 
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la API norte que interconecta aplicaciones con el controller y la API sur que 
interconecta el controller con los dispositivos de red, esta estructura está 
representada en la Figura  1. Estructura SDN 
 
 
ONF también presenta el escrito titulado OpenFlow Switch Specification [17] donde 
se documenta el único estándar de la tecnología SDN para la API sur definida como 
Protocolo OpenFlow.  
 
Actualmente ONF realiza esfuerzos para estandarizar la interfaz norte y el manejo 
de lenguajes de programación SDN como se expresa en el artículo titulado: 
Software-Defined Networking: A Comprehensive Survey [25]. Los esfuerzos 
también se centran en el desarrollo de un controller que permita usar 
adecuadamente los recursos físicos de red con una interfaz completamente 
programable y flexible, algunos de los controllers más populares son NOX, Beacon, 
Floodlight, OpenDayLight, entre otros [7]. 
 
Hasta la fecha solo se lista una monografía referente a las Redes Definidas por 
Software [18] en la sección de proyectos de grado de la biblioteca Jorge Roa 
Martínez de la Universidad Tecnológica de Pereira. 
Figura  1. Estructura SDN 
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6. MÉTODO O ESTRUCTURA DE LA UNIDAD DE ANÁLISIS, CRITERIOS 
DE VALIDEZ Y CONFIABILIDAD 
 
6.1. MÉTODO O ESTRUCTURA DE LA UNIDAD DE ANÁLISIS 
 
La unidad de análisis de este proyecto corresponde a la guía teórico-práctica que 
tiene como objetivo compensar la ausencia de material SDN en la institución. La 
guía será evaluada según el nivel de calidad de aprendizaje que pueda obtener un 
grupo selecto de estudiantes y según la opinión de expertos en la temática.  
 
6.2. CRITERIOS DE VALIDEZ  
 
El grado de validez de este proyecto se basa en: 
 
 Aplicación de técnicas reconocidas para la construcción de encuestas y 
cuestionarios. 
 
 Clasificación de la población destino del proyecto: estudiantes, profesores, 
expertos. 
 
 Aplicación de procesos de autoevaluación y retroalimentación.  
 
 Medición del nivel de aprendizaje que genere la guía en la población destino.  
 
 Valoración por parte de expertos.  
 
6.3. CONFIABILIDAD  
 
El grado de confiabilidad  de este proyecto se basa en: 
 
 Control de distribución de encuestas y cuestionarios. 
 
 Control del escenario y límite de recursos disponibles durante encuestas. 
 
 Validación de estatus de los expertos en la temática. 
 




7. DISEÑO METODOLOGICO 
 
7.1. TIPO DE INVESTIGACIÓN: 
 
Esta investigación entra en la clasificación de investigación cuantitativa. Se busca 
describir las propiedades importantes de la tecnología SDN validando la importancia 




La población está compuesta por el conjunto de estudiantes y profesores de 
Ingeniería en Sistemas y Computación y afines de la Universidad Tecnológica de 





Grupo de estudiantes de Ingeniería en Sistemas y Computación y afines de la 






Las variables que van a ser usadas en este proyecto serán el nivel de calidad de 
aprendizaje que pueda alcanzar un grupo selecto de estudiantes usando la guía y 
el nivel de valoración según la opinión de expertos en la temática 
 
 
7.5. RECOLECCIÓN DE INFORMACIÓN 
 
La recolección de información se realizara por medio de encuestas, evaluaciones 




8. DESARROLLO DEL PROYECTO 
 
8.1. OBJETIVO 1 
 
“Hacer un estudio de estado del arte sobre las Redes Definidas por Software a nivel 
teórico y práctico”. 
 
Las redes tradicionales están compuestas por dispositivos de red de fabricantes 
posicionados en el mercado tales como CISCO, Juniper y HUAWEI [26]; estos 
dispositivos son sistemas cerrados y desarrollados propiamente por el fabricante lo 
que obliga a los administradores de red depender de las funcionalidades ofrecidas 
por dichos dispositivos, de esta manera en las redes de telecomunicación  se ha 
generado un problema de evolución denominado osificación [27]. A partir de esto 
nace la necesidad de consultar que soluciones existen en la comunidad tecnológica 
que puedan mitigar este tipo de problemas.  
 
Al consultar el estado del arte con respecto al progreso de las redes de 
telecomunicaciones se puede establecer que esta es una de las áreas tecnológicas 
de menor desarrollo [28], pero que en la actualidad existen esfuerzos para su 
mejoramiento en base a novedosas propuestas y desarrollos de otras áreas [13] [15] 
[19], tales como DataCenters, virtualización, programación, sistemas distribuidos, 
entre otros, esto pretende abrir y evolucionar las tecnologías de las redes. 
 
Existen dos soluciones que posiblemente cambien el modo de operación de las 
redes de telecomunicaciones tradicionales como lo son la separación de planos de 
operación de un dispositivo [6] [29] y la virtualización de las redes [28] [30], ambos 
enfoques están ligados [15]. La separación de planos genera lo que actualmente se 
denomina Redes Definidas por Software y tienen un gran despliegue e 
implementación en el mercado mientras que la virtualización  ofrece un nivel más 
complejo de despliegue. 
 
Entre 2005 y 2007 Martin Casado [11] [12] [24] y un equipo de colaboradores de la 
Universidad de Stanford y Berkeley visionaron novedosas soluciones para la 
evolución de las redes, surgiendo entre ellas el concepto SDN. Más tarde varias 
organizaciones privadas unieron esfuerzos para fomentar el despliegue de la 




Las Redes Definidas por Software se encuentran en desarrollo y constantes 
cambios dirigidos por la ONF, esta entidad ha definido el protocolo OpenFlow [17] 
como primer estándar de la tecnología SDN, OpenFlow es una Interfaz que 
interconecta el controller con los dispositivos de red, existe documentación 
soportada por ONF y revistas técnicas de prestigio como IEEE y ACM. 
 
Uno de los componentes más importantes de la estructura SDN es el controller, este 
actúa como un sistema operativo de red encargado del control centralizado de la 
red, automatizar la gestión de los recursos tecnológicos y facilitar a los 
desarrolladores de software la implementación de aplicaciones con diversos 
servicios de red [7]. Existen muchos desarrollos de controllers tales como NOX [31], 
Floodlight [32], HP VAN SDN [33], OpenDayLigth [34], entre otros.  
 
Así como existen múltiples productos SDN en el mercado también existen 
emuladores, bancos de pruebas [35] [36] y Frameworks [37] [24] [38] para el diseño, 
implementación y pruebas de redes SDN, Mininet es un emulador diseñado 
especialmente para la virtualización de redes SDN y ampliamente recomendado 
para la investigación y la academia [39] [40] [38]. La página oficial del emulador 
Mininet [21] ofrece una guía introductoria para su manejo, existen varias formas de 
instalar este emulador, pero la manera más sencilla es usando máquinas virtuales 
ya que pueden ser desplegadas en los equipos de los lectores de una manera rápida, 
sencilla, segura y no pone en riesgo la integridad de su información. El manejo de 
comandos y librerías requiere conocimientos previos en manejo de intérprete de 
comandos Shell de Unix y lenguajes de programación como Python, Mininet incluye 
software Open vSwitch, capturador de paquetes WireShark, utilidades de 
administración de switches OpenFlow como dpctl, entre otros como se muestra el 
capítulo 6 de la guía.  
 
En la fecha de redacción de este documento se establece que en total existen 
alrededor de 3600 artículos relacionados con SDN en las revistas IEEE y ACM. 
Además, importantes empresas de telecomunicaciones ofrecen servicios de 
tecnología SDN [41] [42] [25]. Para la construcción de la guía se usaron más de cien 
artículos técnicos, documentos de ONF, páginas web oficiales y libros disponibles 
como lo indica la bibliografía de la guía.  
 
Por su gran expansión, amplio panorama de trayectoria, apoyo de la comunidad de 
desarrollo, estandarización de protocolos de su tipo, ausencia de implementaciones 
locales y ausencia de material técnico-practico en la Universidad Tecnológica de 
Pereira este proyecto se centra en estudiar las Redes Definidas por Software con el 
propósito de agilizar su adopción en el entorno que rodea a la Universidad siguiendo 
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las pautas de prestigiosas universidades como lo son University of California, 
Berkeley y Stanford University.  
 
8.2. OBJETIVO 2 
 
“Analizar y documentar los requisitos técnicos, limitaciones y ventajas del emulador 
Mininet”. 
 
Existen pocos emuladores que soporten la tecnología SDN, la mayoría son 
desarrollos académicos como lo son Modelnet, DieCast y Mininet [43]. Además, 
existen bancos de pruebas en línea que han ido incorporando soporte de la 
tecnología de Redes Definidas por Software tales como Planetlab y Emulab. Para 
este proyecto se eligió el emulador Mininet [21] ya que brinda la mejor 
documentación, su licencia es libre y permisiva (BSD – Berkely Software Distribution) 
y dispone de un mayor soporte en internet.  
 
La página oficial de Mininet http://mininet.org/ indica que hay 4 opciones de 
instalación [44]: la primera es “Instalación fácil”, descargando una imagen de una 
máquina virtual preconfigurada; la segunda es “Nueva opción de instalación fácil”, 
corresponde a la instalación de paquetes por medio de gestor de descargas de 
Ubuntu; la tercera es “instalación nativa desde la fuente”, usando Scripts y procesos 
manuales de instalación; la cuarta es “actualizando una instalación existente”, 
requiere tener una instalación previa de Mininet. Por facilidad de despliegue se usa 
la primera opción usando máquinas virtuales con la aplicación Virtualbox 
recomendada por Mininet, se puede descargar imágenes de la máquina virtual 
desde los repositorios oficiales de Mininet [45].  
 
Mininet está diseñado para crear redes virtuales corriendo kernel real en máquinas 
físicas sencillas, en pocos segundos y de forma muy sencilla. Sin embargo, no 
existe documentación oficial que especifique los requisitos técnicos y limitaciones 
del emulador en cuanto a rendimiento.   
 
Para poner a prueba el rendimiento del emulador Mininet se diseñó un laboratorio 
que evalúe el consumo de recursos de hardware del host anfitrión y variables de red  
como la latencia y el ancho de banda; se identificó que el único requisito del 
emulador es su dependencia por ser instalado sobre una plataforma Unix, esta 
prueba fue desarrollada en un servidor con sistema operativo Ubuntu 14.04 de 64 
bits con una instalación nativa del código Mininet [46].  Cada prueba usa uno o 
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varios Scripts escritos en Shell o Python disponibles en el apéndice ANÁLISIS Y 
DOCUMENTACIÓN DE LOS REQUISITOS TÉCNICOS, LIMITACIONES Y 
VENTAJAS DEL EMULADOR MININET de la sección de anexos. Estos Scripts 
permiten la construcción automatizada de redes virtualizadas y el registro de datos 
de las mismas pruebas. 
 
El host anfitrión es un equipo con características técnicas similares a un servidor:  
 
Tabla 1. Ficha técnica host anfitrión para pruebas de rendimiento Mininet 
 
FICHA TECNICA HOST ANFITRION 
 
Procesador Intel® Core™ i3-2120, 3.30 GHz, 3 MB Cache 
Memoria 4 GB DDR3 
Almacenamiento 500 GB 
Red Realtek Gigabit Ethernet 
Sistema Operativo Ubuntu Server 14.04 64 bits 
Aplicaciones 
gedit 3.10.4 [47] 
htop 1.0.2 [48] 
gnome-system-monitor 3.8.2.1 [49] 
Mininet 2.2.1 




Prueba de consumo de recursos del sistema operativo. Esta prueba tuvo como 
objetivo determinar el consumo básico que tiene el sistema operativo Ubuntu Server 
14.04 en el host anfitrión sin ejecutar aplicaciones, se evaluó el uso de memoria y 
procesamiento necesario por el sistema operativo durante aproximadamente 10 
minutos. Como resultado se observa en la Figura  2. Resultado prueba de consumo 
del sistema operativoel consumo de los procesadores no supera el 2% al iniciarse 
la prueba pero la mayoría del tiempo estos procesadores permanecen en estado de 









Prueba de consumo de recursos ejecutando utilidades. Esta prueba tuvo como 
objetivo determinar el consumo de procesamiento y memoria que tiene el sistema 
operativo Ubuntu Server 14.04 corriendo utilidades de monitoreo como top, htop, 
gnome-system-monitor y el editor de texto gedit necesarios para ejecutar los 
laboratorios propuestos. Como resultado se observa en la Figura  2. Resultado 
prueba de consumo del sistema operativoel consumo de los procesadores supera 
levemente el 2% y la memoria presenta un promedio de uso de 3.4% cuando el 





Prueba de consumo de recursos ejecutando Mininet. Esta prueba tuvo como 
objetivo determinar el consumo en procesamiento y memoria que tiene el sistema 













































Figura  3. Resultado prueba de consumo del sistema + utilidades 
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Resultado prueba de consumo del sistema + Mininet y CLIFigura  2. Resultado 
prueba de consumo del sistema operativoel consumo de los procesadores no 
supera el 2.5% y la memoria tiene un promedio de uso de 4.05% cuando el sistema 





Prueba de consumo de recursos ejecutando API de Python Mininet. Esta 
prueba tuvo como objetivo determinar el consumo en procesamiento y memoria que 
tiene el sistema cuando se ejecuta un Script usando la API de Python Mininet. Como 
resultado se observa en la Figura  5. Resultado prueba de consumo del sistema + 
API Python MininetFigura  4. Resultado prueba de consumo del sistema + Mininet 
y CLI que el consumo de los procesadores no supera el 2.5% tal como sucedió en 
la prueba de Mininet vía CLI y la memoria se eleva levemente con un 4.05% en 



















































Prueba de consumo de recursos ejecutando API Mininet + Ping. Esta prueba 
tuvo como objetivo determinar el consumo en procesamiento, memoria y latencia 
que tiene el sistema cuando se ejecuta un Script Mininet y la herramienta de red 
Ping. Como resultado se observa en la ¡Error! No se encuentra el origen de la 
referencia.Figura  4. Resultado prueba de consumo del sistema + Mininet y CLI que 
el consumo de los procesadores no supera el 3% y la memoria se mantiene en un 
promedio de 4.5%, también se observa en la ¡Error! No se encuentra el origen de 
la referencia. que la latencia que pueden alcanzar los paquetes con la herramienta 




































Prueba de consumo de recursos ejecutando API Mininet + Iperf. Esta prueba 
tuvo como objetivo determinar el consumo en procesamiento, memoria y ancho de 
banda que tiene el sistema cuando se ejecuta un Script Mininet y la herramienta de 
red iperf. Como resultado se observa en la Figura  9. Resultado prueba de consumo 
del sistema + API Mininet + iperfFigura  4. Resultado prueba de consumo del 
sistema + Mininet y CLI que el consumo de los procesadores se eleva con el uso de 
la herramienta iperf y la memoria se mantiene por debajo del 5%, también se 
observa en la Figura  8. Ancho de banda resultante de prueba Mininet¡Error! No se 
encuentra el origen de la referencia. que el ancho de banda promedio alcanzado 
































Prueba de consumo de recursos ejecutando API Mininet + WebServer. Esta 
prueba tuvo como objetivo determinar el consumo en procesamiento y memoria que 
tiene el sistema cuando se ejecuta un Script Mininet y un servidor web disponible 
en los hosts virtuales. Como resultado se observa en la Figura  10. Resultado 
prueba del sistema + API Mininet + WebFigura  9. Resultado prueba de consumo 
del sistema + API Mininet + iperfFigura  4. Resultado prueba de consumo del 
sistema + Mininet y CLI que el consumo de los procesadores es bajo sin sobrepasar 
el 5% y el uso de memoria tiene un promedio del 4.7%.  
 











































Prueba de máximo limite operacional Mininet. Esta prueba tuvo como objetivo 
llevar al límite el rendimiento del host anfitrión y la herramienta de emulación 
Mininet, para lograr este objetivo se codificó el Script ¡Error! No se encuentra el 
origen de la referencia.h, el cual está disponible en los anexos, este Script tiene la 
función de inicializar una red base de 3 hosts, realizar pruebas de latencia, ancho 
de banda y consumo de recursos y posteriormente iniciar un nuevo ciclo duplicando 
el número de hosts instanciados en la ejecución anterior hasta que sea detenido por 
el usuario o por saturación del sistema.  
 
Como resultados la Figura  11. Comportamiento de la latencia en prueba limite 
Mininet muestra una latencia que aumenta cada vez que se incrementa el número 
de hosts virtualizados, una latencia aceptable se presenta desde el host 2 hasta el 
65. La Figura  12. Comportamiento del ancho de banda en prueba limite Mininet 
muestra un ancho de banda máximo de 30 Gbits/segundo condicionado al número 
de hosts virtualizados; se concluye que redes mayores de 512 hosts (256 nodos en 


























































Usando la herramienta gnome-system-monitor de Ubuntu se realizó un seguimiento 
del estado de los procesadores y la memoria principal durante el transcurso de la 
prueba, las actividades de los procesadores registradas en las siguientes figuras 
corresponden al proceso de inicialización de la red, prueba de conectividad y uso 
de la herramienta iperf que detallan el aumento del uso de recursos de 
procesamiento. 
 
Figura  13. Prueba máximo limite Mininet, ciclo de 3 hosts (6 nodos) 
























Figura  15. Prueba máximo limite Mininet, ciclo de 9 hosts (18 nodos) 




Figura  17. Prueba máximo limite Mininet, ciclo de 17 hosts (34 nodos) 





A partir de la Figura  18. Prueba máximo limite Mininet, ciclo de 65 hosts (130 nodos)  
Figura  18. Prueba máximo limite Mininet, ciclo de 65 hosts (130 nodos) 




Finalmente la herramienta gnome-system-monitor falló, pero la prueba continuó 
hasta instanciar 513 host (1026 nodos) donde la herramienta ping e iperf no se 
ejecutaron satisfactoriamente y la emulación finalmente falló finalizando la prueba.   
 
 
8.3. OBJETIVO 3 
 
“Construir una guía de implementación y uso del emulador de redes Mininet que 
brinde las bases prácticas para la implementación de los laboratorios SDN”. 
 
Figura  20. Prueba máximo limite Mininet, ciclo de 257 hosts (514 nodos) 
Figura  21. Prueba máximo límite Mininet, htop, ciclo de 513 hosts (1026 nodos) 
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Mininet Team es el nombre del equipo que administra los repositorios y sitios web 
del emulador Mininet, el sitio principal se denomina www.mininet.org [21] donde se 
aloja documentación relacionada al proceso de instalación y guías introductorias 
sobre el manejo de Mininet, a pesar de esto no se incluye información ampliada 
sobre el uso de software de terceros como Xming y Putty que facilitan algunas 
funcionalidades, por esta razón se incluye apartados sobre el modo de uso de 
dichas herramientas de forma adicional a la documentación Mininet. 
 
Putty es un software de código abierto con la función de ser una aplicación cliente 
que permite la administración de dispositivos remotos usando protocolos como SSH, 
telnet, rlogin y TCP raw [51]. Xming es un servicio que permite el uso del sistema 
de ventanas X de Unix en plataformas Windows habilitando la interacción grafica en 
red a  través del protocolo SSH entre los sistemas Unix y Windows de forma 
independiente [52]. 
 
La construcción de una guía de implementación y uso de Mininet se basa en la 
documentación disponible en repositorios web [44] y la documentación presente en 
las librerías del emulador [53]. Mininet es un software construido en lenguaje Python 
basado en objetos de programación compuesto por múltiples librerías y clases tales 
como nodos, host, controllers, topologías, switches, línea de comandos simple (CLI), 
API Python, entre otras.  
 
En la guía se abordan los comandos de la CLI de Mininet de dos formas: 
 
 Inicialización de la emulación mediante la ejecución del comando “sudo mn” 
desde una terminal de Ubuntu. Este comando, además de abrir el emulador 
y posicionar al usuario en la línea de comandos simple de Mininet (mininet>), 
permite personalizar la red virtualizada con solo adicionar parámetros y 
argumentos, ejemplo:  
 
vm~$: sudo mn --topo=linear,2,2 --controller=remote –switch=ovsbr 
 
 Uso de comandos disponibles en Mininet. Estos comandos son utilidades y 
funcionalidades propios de la consola de comandos de Mininet, permiten 
realizar diferentes acciones durante la virtualización como visualizar 
interfaces, nodos, redes, realizar pruebas de conectividad entre otras 
operaciones, ejemplo: 
 




La API Python de Mininet se aborda en la guía de manera descriptiva permitiendo 
al lector familiarizarse con las librerías, clases y funciones disponibles. La interfaz 
de programación de aplicaciones (API) permite usar librerías del emulador para 
crear líneas de código en lenguaje Python que representen redes personalizadas 
por el usuario facilitando la flexibilidad y reutilización de configuraciones de redes 
virtualizadas en el emulador.  
 
Además, se realizó documentación de los comandos y funcionalidades de la 
herramienta dpctl [54], herramienta disponible en las librerías Open VSwitch que 
permiten administrar y monitorear los switches OpenFlow,  esta utilidad realiza 
funciones propias de un controller de forma manual, ejemplo: 
 
vm~$: dpctl add-flow tcp:127.0.0.1:6634 in_port=1,action=output:2 
vm~$: dpctl dump-flows tcp:127.0.0.1:6634  
 
Para cada comando tratado en la guía se realiza una descripción detallada de su 
funcionalidad, se especifican sus parámetros y argumentos adicionales, se ilustra 
con figuras el uso de los comandos con sus posibles resultados y se presentan 
tablas con la estructura y composición de los comandos de forma breve y concisa.  
 
La guía teórico-práctica sobre Redes definidas por Software solo dispone de un 
resumen del tema emulador Mininet, para profundizar sobre el tema los lectores 
deberán acceder a la guía de implementación y uso de la herramienta de emulación 
Mininet anexado a la guía teórica-práctica de SDN.   
 
8.4. OBJETIVO 4 
 
“Establecer el alcance de una red SDN tipo y el plan de capacitación teórico 
necesario para abordar la implementación de este tipo de redes”. 
 
La adopción de nuevas tecnologías de red en América Latina es dependiente del 
consumo y necesidades locales, desarrollos que se realicen tanto en Europa como 
en Estados Unidos y la adopción de tecnologías en todo el mundo [55]. SDN es una 
tecnología apenas conocida en Colombia, sin embargo, a nivel internacional tiene 
un gran impacto [9] y una tendencia incremental de su despliegue [56] por lo cual 
se establece para este proyecto un alcance meramente académico lo que conlleva 
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a explorar fundamentos teóricos, técnicos y prácticos, antecedentes históricos, 
revisión de plataformas de emulación y entrenamiento, comparativas con 
tecnologías similares, entre otros aspectos que incentiven la adopción de esta 
tecnología a nivel local. 
 
El alcance de una red SDN tipo ha sido establecido con los siguientes componentes:  
 
1. ¿Por qué es importantes SDN?. Este componente busca mostrar al lector las 
principales diferencias de la tecnología de red tradicional con respecto a 
SDN, además, se abordan los retos que presentan actualmente las redes 
tradicionales. 
 
2. Reseña de temáticas previas para abordar SDN. Existen tópicos que el lector 
debe dominar para el entendimiento de la guía, se tienen en cuenta 
fundamentos en el área de las telecomunicaciones,  arquitectura cliente 
servidor, manejo de sistemas operativos UNIX y comandos SHELL, sistemas 
distribuidos, lenguajes de programación como Python, entre otros. 
 
3. Marco histórico sobre SDN y temáticas relacionadas.  SDN está vinculado 
con la Virtualización de Redes (NV) [15], pero NV tiene un desarrollo histórico 
más antiguo y paralelo a SDN [13] por lo cual este proyecto establece un 
alcance teórico general con respecto a la virtualización de redes identificando 
las principales diferencias entre estos dos enfoques.  
 
4. Separación del plano de control y de datos. Este componente busca 
profundizar en la separación de planos de un dispositivo de red ya que es 
una de las claves fundamentales del concepto SDN. 
 
5. Arquitectura SDN. De acuerdo con la norma establecida por Open 
Networking Foundation: Software-Defined Networking: The New Norm for 
Networks [8], SDN está compuesta por la estructura: Aplicaciones, Controller, 
Dispositivos e Interfaces. 
 
6. OpenFlow: El protocolo estándar que conecta los dispositivos de red con el 
controller se denomina OpenFlow, documentado en la norma OpenFlow 
Switch Specification Version X [17] de Open Networking Foundation. 
 
7. Mininet: es un emulador de redes enfocado directamente en SDN, este 
permite el diseño y desarrollo de prácticas que complementen  los conceptos 




En base a los anteriores alcances y por medio de la recolección de información del 
estado de arte (estándares, libros, artículos y contenido web) se compila en la guía 
los conceptos fundamentales para profundizar en las Redes Definidas por Software.   
 
 
8.5. OBJETIVO 5 
 
“Generar capítulos teóricos para la enseñanza de los conceptos fundamentales en 
de las Redes Definidas por Software”. 
 
Tomando como ejemplo los cursos CCNA Routing and Switching de CISCO [57] se 
incorporó en la guía componentes tanto teóricos como prácticos que permitan al 
estudiante adquirir fundamentos sobre SDN y adquirir habilidades técnicas. 
 
Al abordar el estado de arte se identificaron tópicos importantes como lo son: 
antecedentes, comparativa con sistemas tradicionales, separación del plano de 
control y de datos, virtualización de redes, fundamentos de Redes Definidas por 
Software, Fundamentos OpenFlow y Manejo de emuladores compatibles. La 
estructura preliminar mencionada se comparó con cursos y libros disponibles en el 
mercado académico, entre ellos:  
 
Curso en línea: Coursera [58], Software Defined Networking apoyada por University 
Princeton, compuesta por los módulos: 
 
 Module 1: History and evolution of SDN 
 Module 2: Control and data plane separation 
 Module 3: Control Plane 
 Module 4: Network Virtualization 
 Module 5: Data Plane 
 Module 6: Programming SDNs 
 Module 7: Verification and Debugging 
 Module 8: Use Cases and Looking Forward 
 
Libro: SDN; Software Defined Networks, an authoritative review of networks 
programmability technologies [59] por Thomas D. Nadeau y Ken Gray de la editorial 




 Centralized and Distributed Control and Data Planes 
 OpenFlow 
 SDN Controllers 
 Network Programmability 
 Data Center Concepts and Constructs 
 Network Founction Virtualization 
 Network Topology and Topological Information Abstraction 
 Building an SDN Framework 
 Use Cases for Bandwidth Scheduling, Manipulation, and Calendaring 
 Use Cases for Data Center Overlays, Big Data, and Network Function 
Virtualization 
 Use Cases for Input Traffic Monitoring, Classification, and Triggered Actions 
 Final Thoughts and Conclusions 
 
Finalmente, después de analizar el estado de arte, establecer el alcance de una red 
SDN tipo, definir los requisitos previos para abordar la temática, identificar los 
componentes técnicos de las Redes Definidas por Software y comparar las 
temáticas abordadas por otras guías, cursos o libros se estableció la siguiente 
estructura para la guía: 
 
1. ¿POR QUE ES IMPORTANTE SDN? 
 
2. TEMATICAS RECOMENDADAS  
2.1. REDES DE TELECOMUNICACIONES TRADICIONALES 
2.2. INTÉRPRETE DE COMANDOS SHELL DE UNIX 
2.3. LENGUAJE DE PROGRAMACION PYTHON 
2.4. OTROS TEMAS RECOMENDADOS 
 
3. ANTECEDENTES SDN 
3.1. MARCO HISTÓRICO 
3.1.1. Active Networking 
3.1.2. Separación del plano de datos y de control 
3.1.3. SDN. 
3.2. VIRTUALIZACION DE LAS REDES 
3.3. CONCEPTO DE ABSTRACCION 
 
4. PLANOS 
4.1. PLANO DE DATOS 
4.2. PLANO DE CONTROL 
4.3. SEPARACION DEL PLANO DE DATOS Y PLANO DE CONTROL 
 
5. SOFTWARE-DEFINED NETWORKING 
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5.1. OPEN NETWORKING FOUNDATION 
5.2. VENTAJAS DE SDN 




5.2.5. Calidad de Servicio. 
5.2.6. Retos. 
5.3. BENEFICIOS DE SDN 
5.4. ESTRUCTURA SDN 
5.4.1. Aplicaciones 
5.4.2. Northbound API. 
5.4.3. Controller 
5.4.4. East-West API 
5.4.5. Southbound API. 
5.4.6. Dispositivos SDN 




6.1. BENEFICIOS DEL PROTOCOLO OPENFLOW 
6.2. SWITCH OPENFLOW 
6.2.1. Tipos de switch OpenFlow. 
6.3. OPENFLOW PIPELINE 
6.4. TABLAS OPENFLOW 
6.4.1. Actions y Actions Set 
6.4.2. Group Table 
6.4.3. Meter Table 
6.5. PUERTOS OPENFLOW 
6.6. CANAL OPENFLOW (CANAL DE CONTROL) 
6.7. MENSAJES OPENFLOW 
6.8. COMPARATIVA ENTRE VERSIONES OPENFLOW 
 
7. SDN EN LA PRÁCTICA 
7.1. MININET 
7.1.1. Instalación Mininet (Usando Máquina Virtual) 
7.1.2. Comandos constructores de la emulación Mininet. 
7.1.3. Mininet API Python 
7.1.4. Comandos CLI (línea de comandos) Mininet. 
7.1.5. Administrador de Switches OpenFlow (dpctl). 
7.2. PRACTICA 1. USO GENERAL DEL EMULADOR MININET 
7.3. PRACTICA 2. ANALIZANDO EL PROTOCOLO OPENFLOW 
7.4. PRACTICA 3. CONTROL MANUAL DE SWITCHES OPENFLOW 
7.5. PRACTICA 4. USO DE LA API PYTHON DE MININET 
7.6. PRACTICA 5. USO DEL HP VAN SDN CONTROLLER 
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Para validar la eficacia del diseño estructural de la guía se establece la construcción 
de encuestas para cada tipo de población con la que se evaluara la guía: grupo de 
estudiantes y grupo de expertos. 
 
Se establece abordar la guía de forma teórica en los capítulos del 1 al 6 ya que es 
necesario conocer toda la teoría antes de abordar la etapa práctica, posteriormente 
la etapa practica complementa la teoría y permitirá el desarrollo de habilidades en 
los lectores visionando las diferencias entre la tecnología de red tradicional y SDN.  
Los componentes prácticos son definidos en un grado de complejidad ascendente, 
es decir, se enfocaran en conceptos fundamentales incrementales acumulativos 
que permitan el avance gradual de conocimiento del lector de la guía. 
 
8.6. OBJETIVO 6 
 
“Diseñar prácticas en un entorno de red emulado para generar un ambiente de 
trabajo de Redes Definidas por Software”. 
 
La herramienta de emulación Mininet tiene como ventaja la capacidad de integrarse 
con dispositivos reales como switches OpenFlow físicos y todo tipo de controllers, 
esto permite el diseño de prácticas que acerquen al lector al ambiente de trabajo de 
dispositivos de red virtuales y físicos y controllers de código abierto o comerciales.  
 
Las prácticas de la guía SDN están encaminadas en ilustrar la teoría tratada y como 
opción de desarrollo de habilidades básicas para que los lectores cuenten con 
conocimientos sobre el tema que les permita profundizar en temáticas de 
virtualización y de redes de nueva generación. 
 
Se desarrollaron 5 prácticas que abordan el manejo del emulador Mininet, el 
protocolo OpenFlow 1.0 y 1.3, manejo de la herramienta de switches OpenFlow 
dpctl y manejo de controllers. Las prácticas están compuestas de una serie de pasos 
con referencias a la teoría, estos pasos están divididos en etapas que permiten 
estructurar en metas secundarios el objetivo principal de la experiencia. 
 




 USO GENERAL DEL EMULADOR MININET: Esta práctica tiene como 
objetivo explorar el ambiente de trabajo del emulador Mininet en aspectos 
como uso de comandos básicos, parametrización de las emulaciones, uso 
de herramientas de terceros, entre otros conceptos generales relacionados 
a la virtualización de redes con Mininet. 
 
 ANALISIS DEL PROTOCOLO OPENFLOW: Esta práctica tiene como 
objetivo explorar diferentes versiones, componentes y tipos de mensajes del 
protocolo OpenFlow usando la herramienta de captura y análisis de paquetes 
Wireshark en Mininet. 
 
 CONTROL MANUAL DE SWITCHES OPENFLOW: Esta práctica tiene como 
objetivo explorar el uso de la herramienta dpctl, la administración manual de 
switches OpenFlow y la construcción de entradas de flujo. 
 
 USO DE LA API PYTHON DE MININET: Esta práctica tiene como objetivo 
explorar el uso de la API Python de Mininet construyendo redes SDN 
personalizadas en código de alto, medio y bajo nivel. 
 
 USO DEL HP VAN SDN CONTROLLER: Esta práctica tiene como objetivo 
explorar el ambiente de trabajo de un controller comercial como lo es HP VAN 
SDN Controller que cuenta con una interfaz gráfica web amigable y con la 
disponibilidad de prueba de 60 días, Este controller permite ilustrar la 
estructura SDN vista en la sección 8.5… 
 
8.7. OBJETIVO 7 
 
“Crear documento que servirá como guía teórico-práctica sobre los fundamentos de 
Redes Definidas por Software”. 
A partir del alcance de los anteriores objetivos se integran todos los resultados 
formando la guía, esta se compone de texto mayormente referenciado a escritos de 
artículos técnicos, libros y páginas web validadas, con temáticas estructuradas de 
forma secuencial, abordando los temas más relevantes de la tecnología SDN y 
acompañada de tutoriales sobre el manejo del emulador Mininet y de prácticas que 
posibiliten al lector el desarrollo de habilidades técnicas y el complemento a los 
temas tratados en la teoría.  
 
La guía se construyó a partir del análisis del estado de arte y la definición de la 
estructura que lo compone, pretendiendo optimizar la información para el manejo 
de estudiantes de pregrado de la Universidad Tecnológica de Pereira capacitados 
en cursos como CCNA Routing and Switching, visto en las asignaturas de 




La primer parte de la guía, capítulos del 1 al 5, está compuesta de teoría general y 
técnica que busca acercar al lector en los conceptos fundamentales de las Redes 
Definidas por Software, esta teoría se apoya de imágenes que ilustra los temas 
tratados, las imágenes han sido construidas a partir de la teoría consultada. La guía 
está basada fundamentalmente en los archivos publicados por la Open Networking 
Foundation tales como Software-Defined Networking: The New Norm for Networks 
[8], OpenFlow Switch Specification [17] y una serie de publicaciones de revistas 
técnicas como lo son IEEE y ACM.  
 
La estructura SDN definida en el capítulo 4.4 es mencionada por en el documento 
oficial Software-Defined Networking: The New Norm for Networks [8] y por múltiples 
autores: Aplicaciones, API norte, Controller, API West-East, API sur y Dispositivos. 
Todos estos componentes son explicados a nivel general, ya que existen múltiples 
productos y de toda la estructura solo se ha estandarizado la API Sur con el 
protocolo OpenFlow. 
 
La documentación del emulador Mininet [45] está basada en la documentación de 
sus librerías y tutoriales publicados en la página web del emulador, herramientas 
como dpctl [54] fueron documentadas a partir de su manual de usuario. Todas las 
herramientas de emulación fueron probadas para verificar el alcance de las 
funcionalidades documentadas. 
 
Los laboratorios fueron desarrollados para llevar la teoría de las Redes Definidas 
por Software a un nivel práctico y permitir el desarrollo de habilidades en los lectores.  
Además, permite evidenciar las características que diferencian la tecnología de red 
tradicional con las tecnologías de redes de nueva generación.   
 
8.8.   EVALUACION  
 
Con el propósito de determinar la calidad y eficacia del material generado por este 
proyecto el proceso de evaluación de la guía sobre SDN se ha dividido en dos 
etapas: encuesta a expertos sobre la calidad de la guía y piloto de capacitación a 






8.8.1. Piloto de capacitación a estudiantes sobre SDN.  
 
Esta etapa evaluativa consiste en  la realización de una conferencia sobre las 
temáticas tratadas en la guía SDN con el objetivo de capacitar a los estudiantes 
participantes en contenidos de redes de nueva generación; principalmente los 
temas relacionados con SDN. 
 
Los participantes de este pilotaje son estudiantes de la Universidad Tecnológica de 
Pereira quienes han aprobado el curso de Comunicaciones III del programa de 
Ingeniería en Sistemas y Computación y quienes tienen interés a nivel personal por 
el área de redes de telecomunicaciones.  
 
Para determinar el nivel de aprendizaje alcanzado por los estudiantes se diseñó el 
examen titulado EVALUACIÓN DE CONOCIMIENTOS SOBRE REDES 
DEFINIDAS POR SOFTWARE; disponible en la página 51.  Esta evaluación está 
orientada especialmente en las temáticas principales de la guía como lo son la 
historia SDN, virtualización de las redes, separación del plano de datos y de control, 
Redes Definidas por Software, OpenFlow y Mininet. El examen fue aplicado antes 
del pilotaje como medida de control y aplicado al finalizar dicha capacitación con el 
objetivo de comparar y determinar el nivel de aprendizaje alcanzado por los 
estudiantes participantes. 
 
En el Anexo A. Evaluación de conocimientos sobre redes definidas por 




Cabe destacar que el pilotaje fue llevado a cabo con el uso de recursos del grupo 
de investigación Nyquist de la Universidad tecnológica de Pereira. 
 
Figura  22. Pilotaje sobre la guía de SDN 
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EVALUACIÓN DE CONOCIMIENTOS SOBRE REDES DEFINIDAS POR 
SOFTWARE 
 
Objetivo: Evaluar los conocimientos del estudiante con respecto a las temáticas de las Redes 
Definidas por Software.   
 
1. Que es Active Networking? 
 
a. Un modelo de red programable. 
b. Un modelo de red tradicional. 
c. Un modelo de red estático. 
d. Un modelo de red CISCO. 
e. No sabe. 
 
2. Que es virtualización de las redes? 
 
a. Enfoque que crea computadores a través 
de software. 
b. Enfoque que crea redes a través de 
software. 
c. Enfoque que crea redes a través de 
hardware. 
d. Enfoque que crea vlans a través de la red. 
e. No sabe. 
 
3. Cuáles son los principales planos de operación 
de un dispositivo de red? 
 
a. El plano de datos y de conmutación. 
b. El plano de enrutamiento y de control. 
c. El plano de datos y de control.  
d. El plano de administración y de control.  
e. No sabe. 
 
4. Que significan las siglas SDN? 
 
a. System Defined Networking. 
b. Software Defined Nodes. 
c. Software Delay Networking. 
d. Software Defined Networking. 
e. No sabe. 
 
5. Cuáles son las principales características de 
SDN? 
 
a. Separación del plano de datos y de 
administración, osificación y centralización 
del control.  
b. Unificación del plano de datos y de control, 
flexibilidad, abstracción, centralización del 
control.  
c. Separación del plano de datos y de 
control, flexibilidad, abstracción, 
centralización del control.  
d. Separación del plano de datos y de 
control, Osificación, abstracción, 
centralización del control.  
e. No sabe. 
 
6. Que componentes conforman la estructura SDN? 
 
a. Aplicaciones, controller, dispositivos SDN 
e Interfaces NorthBound, EastWest y 
SouthBound. 
b. Aplicaciones, controller, hosts e Interfaces 
NorthBound y SouthBound. 
c. Aplicaciones, controller, dispositivos SDN 
e Interfaz NorthBound. 
d. Aplicaciones, dispositivos SDN, usuarios e 
Interfaces NorthBound y SouthBound. 
e. No sabe. 
 
7. Que es OpenFlow? 
 
a. Es el protocolo estándar de la interfaz 
Southbound de la tecnología SDN. 
b. Es el protocolo estándar de la interfaz 
Northbound de la tecnología SDN. 
c. Es el protocolo estándar de la interfaz 
EstWest de la tecnología SDN. 
d. Es el protocolo de enrutamiento estándar 
de la tecnología SDN. 
e. No sabe. 
 
8. Que es Mininet? 
 
a. Es una red LAN con forma de topología 
estrella. 
b. Es una red de características mínimas. 
c. Es un protocolo de la tecnología SDN. 
d. Es un emulador que soporta tecnología 
SDN y OpenFlow.  




A continuación se presentan los resultados del examen de evaluación realizado a 
los estudiantes participantes en el pilotaje de la guía SDN: 
 
Para la pregunta 1, Que es Active Networking?, los resultados muestran que el 67% 
de participantes que desconocían esta tecnología comprendieron su significado e 
importancia en las tecnologías de redes de telecomunicaciones. 
 
 
Para la pregunta 2, Que es Virtualización de red?, los resultados muestran que el 























Figura  24. Resultado de Pilotaje, virtualización de red 
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Para la pregunta 3, Cuales son los principales planos de operación de un dispositivo 
de red?, los resultados muestran que se disminuyó en un 50% el desconocimiento 
de este concepto pilar de la tecnología SDN, en otras palabras, se mejoró de un 33% 
a un 83% el conocimiento de esta temática en los estudiantes. 
 
 
Para la pregunta 4, Que significan las siglas SDN?, los resultados muestran que los 
participantes al evento de pilotaje de la guía conocían previamente la definición de 























Figura  26. Resultado de Pilotaje, Definición SDN 
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Para la pregunta 5, Cuales son las principales características de SDN?, los 
resultados muestran que se mejoró de un 67% a un 83% el entendimiento de las 
principales características presentes en la tecnología SDN. 
 
 
Para la pregunta 6, Que componentes conforman la estructura SDN?, los resultados 
muestran que un 67% de los participantes comprendió los conceptos y 





























Figura  28. Resultado de Pilotaje, estructura SDN 
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Para la pregunta 7, Que es OpenFlow?, los resultados muestran que se incrementó 
levemente el porcentaje de participantes que comprenden el concepto OpenFlow, 
se estima que existe dificultad en el entendimiento de esta temática, a pesar de que 




Para la pregunta 8, Que es Mininet?, los resultados muestran que los participantes 
































Figura  30. Resultado de Pilotaje, Definición Mininet 
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8.8.2. Encuesta a expertos sobre la calidad de la guía.  
 
Esta etapa evaluativa consiste en  un proceso de análisis de calidad de la guía por 
parte de  expertos en el área de redes de telecomunicaciones; el grupo de expertos 
está conformado por docentes y funcionarios de la Universidad Tecnológica de 
Pereira. 
 
El proceso de análisis de la guía se llevó a cabo de manera presencial, se solicitó a 
los expertos asistir a una conferencia donde se argumentaron los objetivos, 
características y temáticas tratadas en la guía, además, se posibilito el espacio para 
resolver dudas.  
 
Finalmente, a todos los expertos se les solicitó diligenciar la encuesta titulada 
EVALUACIÓN DE LA GUÍA TEORICO-PRACTICA SOBRE REDES DEFINIDAS 
POR SOFTWARE PARA LA UNIVERSIDAD TECNOLOGÍA DE PEREIRA, 
disponible en la página 57, para que en base a su experiencia y conocimientos 
valoraran la calidad, usabilidad y alcance de la guía SDN. En el  Anexo B. 
Evaluación de la guía teórico-práctica sobre redes definidas por software para 
la universidad tecnología de Pereira,  están disponibles copias de las encuestas 










EVALUACIÓN DE LA GUÍA TEORICO-PRACTICA SOBRE REDES DEFINIDAS POR SOFTWARE 
PARA LA UNIVERSIDAD TECNOLOGÍA DE PEREIRA 
 
Objetivo: Evaluar cuantitativamente la calidad de la guía teórico-práctica sobre SDN para identificar 
los niveles de aprobación de la información, efectividad de la estructuración de contenidos y 
viabilidad del alcance de los objetivos propuestos.   
 
Marque una X en la correspondiente casilla que indique el valor de su apreciación de los siguientes 
aspectos de la guía, siendo 0 la calificación más baja y 5 la más alta: 
 
Tabla 2. Tabla 2, Encuesta de calidad de la guía (Expertos) 
ITEM 
CALIFICACION 
0 1 2 3 4 5 
CUENTA LA GUIA CON UNA DESCRIPCION CLARA DEL PERFIL QUE DEBE TENER EL LECTOR?             
LOS TEMAS REVISADOS PODRAN SER APLICADOS EN EL AMBITO LABORAL?       
CUENTA LA GUIA CON OBJETIVOS CLAROS Y CONCISOS?       
LAS TEMATICAS SON PERTINENTES CON RESPECTO A LOS OBJETIVOS?       
LOS TEMAS REVISADOS CORRESPONDEN A LAS TEMÁNICAS NECESARIAS PARA ABORDAR EL CAMPO 
DE LAS REDES DEFINIDAS POR SOFTWARE? 
      
EL DESARROLLO DE LOS TEMAS SE REALIZA DE LO SENCILLO A LO COMPLEJO?       
EL MATERIAL DIDÁCTICO (TABLAS, FIGURAS, ILUSTRACIONES, ETC.) ES VARIADO Y APROPIADO?       
CUENTA LA GUIA CON UNA ESTRUCTURA DE CONTENIDOS ORDENADOS DE FORMA LOGICA Y 
COHERENTE? 
      
LA DOCUMENTACION ES DENSA Y DIVERSA?       
SE HACE USO EFECTIVO DE EJEMPLOS?       
LOS RECURSOS TECNICOS DESCRITOS EN LA GUIA COMO EMULADORES, APLICACIONES Y SISTEMAS 
OPERATIVOS SON ACCEQUIBLES? 
      
LAS ACTIVIDADES PROPUESTAS SON PERTINENTES CON RESPECTO A LA TEORIA?       
CUENTA LA GUIA CON BIBLIOGRAFIA COMPLEMENTARIA?       
CONSIDERA USTED  QUE LA INFORMACIÓN PRESENTADA EN ESTA GUIA PERMITE AL LECTOR 
ADQUIRIR CONOCIMIENTOS Y HABILIDADES SOBRE REDES DEFINIDAS POR SOFTWARE? 
      
CONSIDERA USTED QUE LA GUÍA PODRÁ SER UTILIZADA COMO MATERIAL DE ENSEÑANZA PARA 
CAPACITACIONES SOBRE SDN? 
      
ÁCONSIDERA USTED QUE EL USO DE LA GUÍA PERMITIRÁ EXTENDER LA APROPIACIÓN DE LA 
TECNOLOGIA SDN EN LA REGION CAFETERA?       
PODRÁ LA GUIA SER UN DOCUMENTO BASE PARA NUEVAS  INVESTIGACIONES Y PROYECTOS 
RELACIONADOS CON LAS TELECOMUNICACIONES?       
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Para valorar la guía se establece el uso del sistema de calificación cuantitativo de 0 
a 5. Posteriormente los resultados son promediados y convertidos a valores 
cualitativos: de 0 a 1.5 la calificación es Mínima, de 1.5 a 2 la calificación es Mala, 
de 2 a 2.5 la calificación es Deficiente, de 2.5 a 3 la calificación es Aceptable, de 
3 a 3.5 la calificación es Regular, de 3.5 a 4 la calificación es Buena, de 4 a 4.5 la 
calificación es Muy Buena y Superior a 4.5 la calificación es Excelente. Los 
resultados del análisis por parte de expertos son: 
 





CUENTA LA GUIA CON UNA DESCRIPCION CLARA DEL PERFIL 
QUE DEBE TENER EL LECTOR? 
3.8 Bueno 
LOS TEMAS REVISADOS PODRAN SER APLICADOS EN EL 
AMBITO LABORAL? 
4.8 Excelente 
CUENTA LA GUIA CON OBJETIVOS CLAROS Y CONCISOS? 4.5 Excelente 
LAS TEMATICAS SON PERTINENTES CON RESPECTO A LOS 
OBJETIVOS? 
4.8 Excelente 
LOS TEMAS REVISADOS CORRESPONDEN A LAS TEMÁNICAS 
NECESARIAS PARA ABORDAR EL CAMPO DE LAS REDES 
DEFINIDAS POR SOFTWARE? 
4.5 Excelente 
EL DESARROLLO DE LOS TEMAS SE REALIZA DE LO 
SENCILLO A LO COMPLEJO? 
4.0 Muy Bueno 
EL MATERIAL DIDÁCTICO (TABLAS, FIGURAS, 
ILUSTRACIONES, ETC.) ES VARIADO Y APROPIADO? 
4.3 Muy Bueno 
CUENTA LA GUIA CON UNA ESTRUCTURA DE CONTENIDOS 
ORDENADOS DE FORMA LOGICA Y COHERENTE? 
4.5 Excelente 
LA DOCUMENTACION ES DENSA Y DIVERSA? 4.3 Muy Bueno 
SE HACE USO EFECTIVO DE EJEMPLOS? 3.8 Bueno 
LOS RECURSOS TECNICOS DESCRITOS EN LA GUIA COMO 
EMULADORES, APLICACIONES Y SISTEMAS OPERATIVOS 
SON ACCEQUIBLES? 
4.8 Excelente 
LAS ACTIVIDADES PROPUESTAS SON PERTINENTES CON 




CUENTA LA GUIA CON BIBLIOGRAFIA COMPLEMENTARIA? 3.8 Bueno 
CONSIDERA USTED  QUE LA INFORMACIÓN PRESENTADA EN 
ESTA GUIA PERMITE AL LECTOR ADQUIRIR CONOCIMIENTOS 
Y HABILIDADES SOBRE REDES DEFINIDAS POR SOFTWARE? 
4.3 Muy Bueno 
CONSIDERA USTED QUE LA GUÍA PODRÁ SER UTILIZADA 
COMO MATERIAL DE ENSEÑANZA PARA CAPACITACIONES 
SOBRE SDN? 
4.3 Muy Bueno 
ÁCONSIDERA USTED QUE EL USO DE LA GUÍA PERMITIRÁ 
EXTENDER LA APROPIACIÓN DE LA TECNOLOGIA SDN EN LA 
REGION CAFETERA? 
4.3 Muy Bueno 
PODRÁ LA GUIA SER UN DOCUMENTO BASE PARA NUEVAS  




Con base a la Tabla 3. Resultados del análisis por parte de expertos, se deduce que 
la guía cuenta con una muy buena aceptación y que integra todas las características 
necesarias para ser usada en el ámbito académico. Además, se concluye que la 
guía cumple con los alcances establecidos en su lista de objetivos. Según los 
expertos la guía cuenta con las siguientes características: 
  
 La guía SDN describe oportunamente el perfil que debe tener el lector para 
maximizar  la comprensión del contenido propuesto.  
 
 SDN es una tecnología emergente y de alta proyección lo que facilita que su 
contenido pueda ser usado en el ámbito laboral. 
 
 Los objetivos de la guía son claros y concisos.  
 
 La guía está diseñada para abordar inicialmente conceptos con un nivel 
sencillo y a medida que se esté avanzando se aumenta su complejidad. 
 
  Materiales como imágenes, diagramas y tablas enriquecen la calidad del 
contenido de la guía.  
 
 La guía tiene una estructura de contenidos clara y oportuna.  
 
 Los lectores que cumplan con el perfil propuesto podrán abordar fácilmente 
las temáticas, prácticas y diferentes elementos propuestos en la guía. 
 
  El material bibliográfico es denso y apropiado.  
 
 La guía tiene un alto nivel de proyección para su uso y para ser la base 
académica para la realización de proyectos afines. 
60 
 
La evaluación de expertos incluye un campo de observaciones donde se extrae 
algunas recomendaciones, entre ellas: 
 
 Comparativa entre las redes SDN y las redes tradicionales en el inicio de la 
guía para llamar la atención del lector.  
 
 Profundización en temáticas de seguridad, tratamiento de fallos y retos de la 
tecnología SDN. 
 
La primera recomendación permitió mejorar el contenido de la guía al incluir una 
comparativa entre las redes tradicionales y las Redes Definidas por Software, esto 
permite llamar la atención de los lectores, en especial de los que poseen mínimos 
o nulos conocimientos sobre la temática. El material incluido debido a esta 
recomendación es el capítulo 1 titulado ¿POR QUE ES IMPORTANTE SDN?. 
 
La segunda recomendación generó la inclusión de referencias adicionales como 
temáticas sobre 4D, RCP, entre otras. Sin embargo, el alcance de esta guía apunta 
a acercar al lector a los tópicos básicos de SDN, por lo tanto, esta guía abre las 
puertas para la generación de nuevos proyectos direccionados a profundizar en 








 Como dificultad en el desarrollo de este proyecto se establece la ausencia de 
acceso a equipos físicos compatibles con tecnologías SDN (Switches 
OpenFlow) que permitan un análisis más detallado, sin embargo, después de 
realizar un análisis entre emuladores [60] como Modelnet, DieCast y Mininet 
se determinó que este último es la mejor herramienta para realizar las 
emulaciones de la guía [21].  
 
 El posible impacto de este proyecto se enfoca en lo académico, ya que en la 
región se desconoce el uso de la tecnología SDN pero a nivel internacional 
se distingue el despliegue que tiene dicho enfoque. Los usuarios de la guía 
obtendrán nuevos conocimientos con respecto a tendencias de tecnologías 
de telecomunicación y estarán en la capacidad de adoptar SDN  en el ámbito 
laboral.  
 
 Esta guía ofrece una base para el desarrollo de nuevos proyectos 
académicos de la Universidad Tecnológica de Pereira relacionados en las 
áreas de las telecomunicaciones y el desarrollo de software. 
 
 La realización de este proyecto genera una importante guía de 
implementación y uso de la herramienta de emulación Mininet en idioma 
español que permitirá agilizar los procesos de capacitación en temas de 
virtualización de redes y Redes Definidas por Software. 
 
 La utilidad dpctl es una potente herramienta de los Open vSwitch que permite 
contextualizar la importancia y funcionalidad de la separación de los planos 
de datos y control y la implementación de un controller. 
 
 El emulador Mininet opera en host anfitriones de recursos técnicos discretos, 
sin embargo, su funcionalidad se limita dependiendo del número de nodos 
virtualizados y del uso de herramientas de red como iperf, a mayor 
instanciación de nodos virtuales mayor será el requerimiento de recursos 
técnicos como procesador y memoria en el host anfitrión.  
 
 La guía práctica sobre SDN está diseñada para acercar a los lectores a un 
ambiente de trabajo de Redes Definidas por Software, ilustrando la teoría 
tratada y estableciendo las bases para que cada administrador de red pueda 




 La prueba piloto demuestra que la guía cumple las expectativas como 
material de estudio para las personas interesadas en la temática de Redes 
Definidas por Software, además, la valoración positiva por parte de los 
expertos y el uso de referencias a documentos técnicos reconocidos genera 
confianza con la información contenida en esta guía. 
 
 La evaluación de la guía SDN por parte de expertos en el área de las redes 
de telecomunicaciones dio como resultado la aprobación del material 
generado, esta aprobación permite que la guía pueda ser recomendada y 
usada en el ámbito académico.  
 
 La guía SDN logra obtener las siguientes características: descripción del 
perfil ideal para su lectura, definición de objetivos claros y concisos, curva de 
aprendizaje incremental,  uso de materiales como imágenes, diagramas y 
tablas pertinentes, estructuración apropiada de contenidos y uso de material 








La guía SDN aborda de forma general los conceptos más importantes sobre Redes 
Definidas por Software, sin embargo, carece de investigación en temáticas como 
comparativa entre redes tradicionales y SDN, comparativas entre simulaciones y 
redes reales SDN, programación de controllers, programación de aplicaciones SDN 
y resolución de fallas en redes SDN. La investigación de estas temáticas podría 
ampliar el alcance de la guía generada en este proyecto.  
 
SDN es una tecnología de redes reciente y en constante actividad de desarrollo e 
investigación, se recomienda aplicar un mantenimiento periódico a la guía SDN para 






[1]  R. Nejabati, E. Escalona, S. Peng y D. Simeonidou, «Optical Network 
Virtualization,» de Optical Network Design and Modeling (ONDM), 2011 15th 
International Conference on , Bologna, 2011.  
[2]  F. Karayannis, L. Raptis, G. Patikis, J. Serrat y K. Vaxevanakis, «Management 
vs. control plane approaches for the integration of IP and WDM layers - a 
synergy paradigm,» de Network Operations and Management Symposium, 
2002. NOMS 2002. 2002 IEEE/IFIP , Florencia, 2002.  
[3]  M. Schuchard, A. Mohaisen, D. Foo Kune, N. Hopper, Y. Kim y E. Y. 
Vasserman, «Losing control of the internet: using the data plane to attack the 
control plane,» de CCS '10: Proceedings of the 17th ACM conference on 
Computer and communications security, Chicago, 2010.  
[4]  Z. Wan, «Fast messaging network based network virtualization,» de Electrical 
Communications and Computers (CONIELECOMP), 2012 22nd International 
Conference on , Cholula, 2012.  
[5]  A. C. Risdianto y E. Mulyana, «Implementation and Analysis of Control and 
forwarding plane for SDN,» de Telecommunication Systems, Services, and 
Applications (TSSA), 2012 7th International Conference on, Bali, 2012.  
[6]  A. Bianco, R. Birke, L. Giraudo y M. Palacin, «OpenFlow Switching: Data Plane 
Performance,» de Communications (ICC), 2010 IEEE International Conference 
on , Cape Town, 2010.  
[7]  A. Shalimov, D. Zuikov, D. Zimarin, V. Pashkov y R. Smeliansky, «Advanced 
study of SDN/OpenFlow controllers,» de CEE-SECR '13: Proceedings of the 
9th Central & Eastern European Software Engineering Conference in Russia, 
Moscow, 2013.  
[8]  OPEN NETWORKING FOUNDATION, «Software-Defined Networking: The 
New Norm for Networks,» ONF White Paper, Palo Alto, 2012. 
[9]  S. Seker, S. Scott-Hayward, C. P. Kaur, B. Fraser, D. Lake , J. Finnegan, N. 
Viljoen, M. Miller y N. Rao, «Are we ready for SDN? Implementation challenges 
for software-defined networks,» Communications Magazine, IEEE, vol. 51, nº 
7, pp. 36-43, 2013.  
[10]  J. S. Turnner y D. E. Taylor, «Diversifying the Internet,» de Global 




[11]  M. Casado, T. Garfinkel, A. Akella, M. J. Freedman, D. Boneh, N. McKeown y 
S. Shenker, «SANE: a protection architecture for enterprise networks,» de 
USENIX-SS'06: Proceedings of the 15th conference on USENIX Security 
Symposium - Vol 15, Berkeley, 2006.  
[12]  L. Jianying, J. Pettit, M. Casado, J. Lockwood y N. McKeown, «Prototyping 
Fast, Simple, Secure Switches for Ethane,» de High-Performance 
Interconnects, 2007. HOTI 2007. 15th Annual IEEE Symposium on , Stanford, 
2007.  
[13]  N. Feamster, J. Rexford y E. Zegura, «The Road to SDN,» ACM Magazine 
Queue - Large-Scale Implementations, vol. 11, nº 12, p. 20, 2013.  
[14]  OPEN NETWORKING FUNDATION, «Member Listing,» ONF, 11 Marzo 2015. 
[En línea]. Available: https://www.opennetworking.org/our-members. [Último 
acceso: 11 Marzo 2015]. 
[15]  P. Donadio y G. Parladori, «Network virtualization in the cloud computing era,» 
de Telecommunications Network Strategy and Planning Symposium 
(NETWORKS), 2012 XVth International , Rome, 2012.  
[16]  OPEN NETWORKING FOUNDATION, «Open Networking Fundation,» ONF, 
11 Marzo 2015. [En línea]. Available: https://www.opennetworking.org/. [Último 
acceso: 11 Marzo 2015]. 
[17]  OPEN NETWORKING FOUNDATION, «OpenFlow Switch Specification 
Version 1.5.0 ( Protocol version 0x06 ),» ONF, 2014. 
[18]  C. C. Montaño Parra y J. F. Arias Uribe, Características conceptuales de la 
tecnología SDN (software defined networking)”, Pereira: Tesis Digital 
Universidad Tecnológica de Pereira, 2013.  
[19]  Y. Zhang, C. Wang y Y. Gao, «A QoS-Oriented Network Architecture Based on 
Virtualization,» de Education Technology and Computer Science, 2009. ETCS 
'09. First International Workshop on , Wuhan, Hubei, 2009.  
[20]  C. Alaettinoglu, «Software Defined Networking,» Packet Design, pp. 1-13, 
2013.  
[21]  MININET TEAM, «Mininet An Instant Virtual Network on your Laptop (or other 
PC),» Octopress, 11 Marzo 2015. [En línea]. Available: http://mininet.org/. 
[Último acceso: 11 Marzo 2015]. 
[22]  M. Purser, REDES DE TELECOMUNICACION Y ORDENADORES, Madrid: 
DIAZ DE SANTOS, 1990.  
66 
 
[23]  E. C. L. Watts, M. Merabti y A. Taleb-Bendiab, «A Control Plane Architecture 
to Enhance Network Appliance Agility through Autonomic Functionality,» de 
Advanced Information Networking and Applications Workshops, 2007, AINAW 
'07. 21st International Conference on , Niagara Falls, 2007.  
[24]  M. Casado, T. Koponen, S. Shenker y A. Tootoonchian, «Fabric: A 
Restrospective on Evolving SDN,» de HotSDN '12: Proceedings of the first 
workshop on Hot topics in software defined networks, New York, 2012.  
[25]  D. Kreutz, F. M. V. Ramos, P. E. Verissimo, C. E. Rothenberg, S. Azodolmolky 
y S. Uhlig, «Software-Defined Networking: A Comprehensive Survey,» 
Proceedings of the IEEE, vol. 103, nº 1, pp. 14-76, 2015.  
[26]  E. W. Yocam, «Evolution on the network edge: intelligent devices,» IEEE 
JOURNALS & MAGAZINES, vol. 5, nº 2, pp. 32-36, 2003.  
[27]  J. F. Botero y X. Hesselbach, «The Bottlenecked Virtual Network Problem in 
Bandwidth Allocation for Network Virtualization,» de Communications, 2009. 
LATINCOM '09. IEEE Latin-American Conference on , Medellin, 2009.  
[28]  N. M. M. K. Chowdhury y R. Boutafa, «Network virtualization: state of the art 
and research challenges,» IEEE JOURNALS & MAGAZINES, vol. 47, nº 7, pp. 
20-26, 2009.  
[29]  J. Perello, E. Escalona, S. Salvatore, J. Comellas y G. Junyent, «Link 
Management Protocol Automatic Control Plane Configuration Extensions for 
Resilient Ring-based Architectures,» de Transparent Optical Networks, 2006 
International Conference on , Nottingham, 2006.  
[30]  A. Khan, A. Zugenmaier, D. Jurca y W. Kellerer, «Network Virtualization:,» 
IEEE JOURNALS & MAGAZINES, vol. 50, nº 1, pp. 136-143, 2012.  
[31]  M. Maccauley, «About NOX,» NOX, 14 04 2015. [En línea]. Available: 
http://www.noxrepo.org/nox/about-nox/. [Último acceso: 14 04 2015]. 
[32]  FLOODLIGHT PROJECT, «Project Floodlight,» Project Floodlight, 14 04 2015. 
[En línea]. Available: http://www.projectfloodlight.org/floodlight/. [Último 
acceso: 14 04 2015]. 
[33]  HP, «HP VAN SDN Controller Software,» Hewlett-Packard Development 
Company, L.P., 14 04 2015. [En línea]. Available: 
http://h17007.www1.hp.com/us/en/networking/products/network-
management/HP_VAN_SDN_Controller_Software/index.aspx#.VN-
qVvmG_9x. [Último acceso: 14 04 2015]. 
67 
 
[34]  OPENDAYLIGHT, «OpenDaylight,» OpenDaylight, a Linux Foundation 
Collaborative Project, 14 04 2015. [En línea]. Available: 
http://www.opendaylight.org/software. [Último acceso: 14 04 2015]. 
[35]  S. Huangs y J. Griffioen , «Network Hypervisors: Managing the Emerging SDN 
Chaos,» de Computer Communications and Networks (ICCCN), 2013 22nd 
International Conference on, Nassau, 2013.  
[36]  A. Wang, M. Iyer, R. Dutta y G. N. Rouskas, «Network Virtualization: 
Technologies, Perspectives, and Frontiers,» IEEE, Lightwave Technology, 
Journal of, vol. 32, nº 4, pp. 523-537, 2013.  
[37]  Z. Bozakov, «An open router virtualization framework using a programmable 
forwarding plane,» de SIGCOMM '10: Proceedings of the ACM SIGCOMM 
2010 conference, New Delhi, 2010.  
[38]  J. Teixera, G. Antichi, D. Adami, A. Del Chiaro, S. Giordano y A. Santos, 
«Datacenter in a box: test your SDN cloud-datacenter controller at home,» de 
Software Defined Networks (EWSDN), 2013 Second European Workshop on, 
Berlin, 2013.  
[39]  M. Gupta, J. Sommers y P. Barford, «Fast, Accurate Simulation for SDN 
Prototyping,» de HotSDN '13 Proceedings of the second ACM SIGCOMM 
workshop on Hot topics in software defined networking, Hong Kong, 2013.  
[40]  B. Lantz, B. Heller y N. Mackeown, «A network in a laptop: rapid prototyping 
for software-defined networks,» SIGCOMM ACM Special Interest Group on 
Data Communicatio, vol. 19, pp. 1-6, 2010.  
[41]  E. Banks, «Thinking about SDN? Here are 42 vendors that offer SDN 
products,» TechTarget, 10 01 2014. [En línea]. Available: 
http://searchsdn.techtarget.com/news/2240212374/Thinking-about-SDN-
Here-are-42-vendors-that-offer-SDN-products. [Último acceso: 14 04 2015]. 
[42]  OPEN NETWORKING FOUNDATION, «SDN/OpenFlow Products,» Open 
Networking Foundation, 14 04 2015. [En línea]. Available: 
https://www.opennetworking.org/sdn-openflow-products. [Último acceso: 14 04 
2015]. 
[43]  A. Roy, K. Yocum y A. C. Snoeren, «Challenges in the Emulation of Large 
Scale Software Defined Networks,» de APSys '13 Proceedings of the 4th Asia-
Pacific Workshop on Systems, Singapore, China, 2013.  
[44]  MININET TEAM, «Download/Get Started With Mininet,» Mininet Team, [En 
línea]. Available: http://mininet.org/download/. [Último acceso: 1 Mayo 2015]. 
68 
 
[45]  MININET PROJECT, «Mininet VM Images,» GitHub, Inc, Mininet Project, 21 
Abril 2015. [En línea]. Available: 
https://github.com/mininet/mininet/wiki/Mininet-VM-Images. [Último acceso: 1 
Mayo 2015]. 
[46]  MININET TEAM, «Download/Get Started With Mininet,» Mininet Team, [En 
línea]. Available: http://mininet.org/download/. [Último acceso: 21 Mayo 2015]. 
[47]  THE GNOME PROJECT, «The GNOME Project,» The GNOME Project, 6 
Marzo 2015. [En línea]. Available: https://wiki.gnome.org/Apps/Gedit. [Último 
acceso: 22 Mayo 2015]. 
[48]  H. Muhammad, «htop - an interactive process viewer for Linux,» Hisham 
Muhammad, [En línea]. Available: http://hisham.hm/htop/. [Último acceso: 22 
Mayo 2015]. 
[49]  THE GNOME PROJECT, «Monitor del sistema,» The GNOME Project, [En 
línea]. Available: https://help.gnome.org/users/gnome-system-monitor/stable/. 
[Último acceso: 22 Mayo 2015]. 
[50]  UBUNTU AND CANONICAL, «Ubuntu Manuals - Top,» Ubuntu and Canonical 
Ltd, [En línea]. Available: 
http://manpages.ubuntu.com/manpages/karmic/es/man1/top.1.html. [Último 
acceso: 22 Mayo 2015]. 
[51]  PUTTY TEAM, «PuTTY Team,» http://www.putty.org/, 28 Febrero 2015. [En 
línea]. Available: http://www.putty.org/. [Último acceso: 11 Mayo 2015]. 
[52]  C. Harrison, «Xming X Server,» Harrison, Colin;, 2005. [En línea]. Available: 
http://www.straightrunning.com/XmingNotes/. [Último acceso: 26 Abril 2015]. 
[53]  MININET TEAM, «FAQ Mininet Python-API,» GitHub, Mininet Team, 1 Abril 
2015. [En línea]. Available: 
https://github.com/mininet/mininet/wiki/FAQ#python-api. [Último acceso: 11 
Mayo 2015]. 
[54]  FUNDAçãO CPqD, «Dpctl Documentation,» GitHub, Inc, YuvalAdler, 23 Enero 
2013. [En línea]. Available: https://github.com/CPqD/ofsoftswitch13/wiki/Dpctl-
Documentation. [Último acceso: 4 Mayo 2015]. 
[55]  R. Katz y J. Avila, «La Infraestructura en el Desarrollo Integral de América 
Latina,» 09 2011. [En línea]. Available: 
http://www10.iadb.org/intal/intalcdi/PE/2012/09596.pdf. [Último acceso: 15 04 
2015]. 
[56]  C. Albarran, «Cinco tendencias guiarán la evolución del mercado de SDN en 




tendencias-guiaran-evolucion.1.html. [Último acceso: 15 Abril 2015]. 
[57]  CISCO, «IT Certifications and Career Paths,» CISCO, 5 Abril 2015. [En línea]. 
Available: 
http://www.cisco.com/web/learning/certifications/associate/ccna/index.html. 
[Último acceso: 5 Abril 2015]. 
[58]  COURSERA, «Coursera: Software Defined Networking,» COURSERA, 5 Abril 
2015. [En línea]. Available: https://www.coursera.org/course/sdn1. [Último 
acceso: 5 Abril 2015]. 
[59]  T. D. Nadeau y K. Gray, SDN: Software Defined Networks, O'Reilly, 2013.  
[60]  A. Roy, K. Yocum y A. C. Snoeren, «Challenges in the emulation of large scale 
software defined networks,» de APSys '13: Proceedings of the 4th Asia-Pacific 
Workshop on Systems, Singapore, 2013.  
[61]  INSTITUTO COLOMBIANO DE NORMAS ICONTEC, Trabajos escritos: 
presentación de tesis, trabajos de grado y otros trabajos de investigación. 6 




































Anexo B. Evaluación de la guía teórico-práctica sobre redes definidas por 























Anexo C. Análisis y documentación de los requisitos técnicos, limitaciones y 
ventajas del emulador Mininet (CD) 
 
Anexo D. Guía teórico-práctica sobre Redes Definidas por Software para la 
Universidad Tecnología de Pereira (CD) 
 
 
 
 
 
 
