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ABSTRACT
Keamanan Web Server adalah salah satufaktor yang perlu menjadi perhatian untuk membangun layanan informasi berbasis
Website. Website merupakan jendela bagi masyarakat untuk memperoleh informasi dan tersaji secara aktual dan akuntabel. Namun
berbagai kelemahan yang berpotensi untuk disusupi dan akses bagi pihak yang tidak bertanggung jawab sehingga perlu diantisipasi.
Salah satu bentuk serangan keamanan pada Web Server adalah SQLInjection, yaitu jenis serangan dalam bentuk memasukkan
kode-kode untuk menyerang basis data. Untuk itu pada penelitian ini diusulkan untuk dilakukan analisis dengan perbandingan celah
keamanan Web Server terhadap serangan SQL Injection. Pada teknik ini serangan SQLInjection, menjadi acuan untuk mendeteksi
celah keamanan yang ada pada sebuah Web Server pada Sekolah Menengah ASEAN atau yang sederajat.Padapenelitian ini
menggunakanmetode Forensic untukmenemukanhasil yang  merupakan potret dari tingkat keamanan Web Serverterhadap serangan
SQLInjection pada tingkat Sekolah Menengah Atas atau yang sederajat di ASEAN. Berdasarkan hasil kajian, tingkat risiko tertinggi
sebesar 29% terjadi pada Brunai Darussalam dan tingkat risiko yang paling rendah sebesar 9% terjadi di philipina. dengan demikian
hasil perbandingan tingkat keamanan yang paling bagus terdapat pada philipina.
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