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Для обмеження доступу до технологічних, виробничих приміщень підприємств, 
опосередкованого керування їх станом з метою захисту конфіденційної інформації 
застосовуються різні технічні системи (системи зчитування pin-кодів, системи 
пропуску за ідентифікаційними карточками тощо), з допомогою яких проводиться 
ідентифікація відвідувача. Однак, ці засоби захисту не відрізняються досконалістю, 
оскільки їх можна втратити або підробити.  
Поширення сьогодні набуває використання в якості основної ланки систем 
контролю доступу технологій біометричної аутентифікації користувача. В основі 
такого підходу лежить використання методу, що полягає в ідентифікації людини за її 
біологічними ознаками (відбитки пальців, геометрична форма кисті руки, форма і 
розміри особи, особливості голосу, візерунок райдужної оболонки і сітківки очей 
тощо). 
Основна перевага цих систем полягає в тому, що біометричні характеристики 
унікальні й завжди перебувають із користувачем. При цьому найперспективнішими в 
плані простоти технічної реалізації вважаються технології голосової аутентифікації. 
Перевагами систем голосової аутентифікації є простота, компактність, дешевина тощо. 
Голосовий сигнал користувача, який реєструється на фоні зовнішніх просторово-
часових шумових завад може оперативно змінюватися й за необхідності підвищення 
відношення сигнал/шум динамічно нарощуватися. Все це призводить до поліпшення 
якісних і кількісних характеристик систем голосової аутентифікації. 
При цьому важливим є питання обґрунтування методів опрацювання голосових 
сигналів з метою виділення інформативних ознак, які відображували б індивідуальні 
особливості окремих осіб, та давали б можливість їх наступної дистанційної 
аутентифікації з допомогою систем обмеження доступу, що працюватимуть на основі 
таких методів. 
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