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Naslov: Sklepanje pogodb s tehnologijo veriženja podatkovnih blokov 
 
Magistrsko diplomsko delo se v uvodu začenja z zgodovinskim razvojem tehnologije veriženja 
podatkovnih blokov in njeno vlogo pri pojavu kriptovalut. Opisan je način delovanja 
tehnologije in pomembnost orakljev, ki morajo posredovati v imenu pametne pogodbe v 
fizičnem svetu. V nadaljevanju se ukvarja s razčlenitvijo pojma »pametna pogodba«. V svojem 
bistvu je podobna računalniškim programom in na tej stopnji razvoja ne premore posebne 
inteligence. Da bi bile pametne pogodbe uporabne tudi širše, morajo izpolnjevati zahteve, ki jih 
za pogodbo predpisuje veljavna zakonodaja. Poseben izziv predstavlja že doseganje soglasja 
volj pogodbenih strank, saj se mora celoten postopek sklepanja pogodbe prevesti v računalniško 
kodo, ki ji naravni, človeški jezik ni blizu. Pametne pogodbe zahtevajo tudi razmislek o razlagi 
pravnih pravil z uveljavljenimi metodami razlage in kako jih uporabiti, ko so določbe zapisane 
v računalniški kodi. Za njihovo učinkovito sklepanje bi veljalo pojem listine razumeti širše, 
tako, da so pametne pogodbe vključene.  
Zaradi tehnoloških posebnosti je problematično spreminjanje pametnih pogodb, posebnosti pa 
ima tudi način prenehanja njihove veljavnosti. Do odrivanja avtoritet in uveljavljenih 
posrednikov, ki podpirajo in varujejo pravno varnost klasičnih pogodb na stranski tir velja ostati 
skeptičen, saj je tehnologija veriženja podatkovnih blokov prav tako podvržena grožnjam iz 
kibernetskega sveta.  
 





Title: Concluding contracts using blockchain technology  
  
Introduction of the master's thesis presents the historical developments of the blockchain 
technology and its role in the emergence of cryptocurrencies. It describes how the technology 
works and emphasises the importance of oracles, which have to act in the name of a smart 
contract in the physical world. It continues by breaking down the term “smart contract” which 
is in essence established to be similar to computer programs and does not entail any special 
intelligence at this stage of development.  To help with more widespread use of smart contracts, 
they have to fulfil certain requirements laid down by the applicable legislation. A special 
challenge comes in the form of reaching a consensus between the contracting parties, as the 
whole process of concluding the contract must be translated into computer code, which is not 
close to the natural, human language. Smart contracts also require us to give thought to 
interpretation of the rules of law using established interpretation methods and how to use those 
when the contract terms are written in computer code. The meaning of the term “document” as 
given to it by Slovenian law should be broadened to include smart contracts. 
Given the technological features, the modifications of smart contracts are problematic and there 
are also issues arising with their termination. It is a good idea to stay wary of side-lining 
established authorities and intermediaries which support and ensure legal certainty of ordinary 
contracts, as the blockchain technology is also subject to threats arising from the cyber world. 
 







»Glede tistih, ki se sklenejo v obliki zapisa, pa smo določili, da kupna in prodajna pogodba 
učinkuje le takrat, ko je napisana tudi listina kupne pogodbe, bodisi jo lastnoročno napišeta 
sopogodbenika bodisi nekdo drug, sopogodbenika pa jo podpišeta, in če jo je napisal notar, da 
je dovršena in jo stranki potrdita. Dokler namreč kaj od tega manjka, se je še mogoče skesati, 
tako da lahko kupec ali prodajalec brez kazni odstopita od pogodbe.«1 
Takšne in podobne misli, ki predstavljajo enega od temeljev sodobnega razumevanje civilnega 
prava, pravniki prebiramo v Justinijanovih institucijah in včasih nas še vedno presenetita 
kvaliteta in uporabnost pred veki utrjenih rešitev, ko globoko v noč iščemo rešitve, ki jih pred 
nas postavlja vsakdan, v katerem bi se tudi najbistrejši vzhodnorimski državljan bržkone le 
stežka znašel.  
Je kljub temu možno, da bo po stoletjih brezkompromisne rabe železnega repertoarja civilnega 
prava treba nekoliko spremeniti razumevanje klasičnih institutov? Je mogoče trditi, da je 
tehnološki razvoj prve četrtine 21. stoletja končno ujel napredna, brezčasna pravila rimskega 
prava, vključno z zgornjimi in podobnimi zahtevami po obličnosti, notarjih in podobnih 
posrednikih, v katere polagamo svoje zaupanje, ko pride do pravnih poslov, ter po samem 
zapisovanju z uporabo abecede? Proti koncu njegovega drugega desetletja se namreč želi 
uveljaviti vrsta računalniške kode, ki ima potencial vnesti nekaj nemira tudi v svet sklepanja 
pogodb, potem ko je s tehnološko podlago za delovanje kritpovalute bitcoin že spremenila 
dozdajšnje razumevanje nastanka in funkcije denarja.  
Izvore tehnologije veriženja podatkovnih blokov (ang. blockchain), kot so jo pozneje 
poimenovali, je moč najti v članku Stuarta Habera in W. Scotta Stornetta iz leta 1991, ki išče 
rešitev za nespremenljivo in zaupanja vredno označevanje časa na digitalnih besedilih, slikah 
in posnetkih  in jo najde v enosmernih zgoščevalnih funkcijah (ang. hash function) in njihovemu 
povezovanju v verige.2 Vendar pa te magistrske naloge in siceršnjega cvetočega veriženja 
podatkovnih blokov med vrsticami vsakodnevnih novic, v pogovorih podjetnikov, 
programerjev in iskalcev naslednjega vira, ki bi lahko oplemenitil zbran kupček premoženja ter 
seveda na zaslonih uradnikov, ki so dobili nalogo vso to novotarijo ustrezno regulirati, 
najverjetneje ne bi bilo prav brez zgoraj omenjenega bitcoina. Natančneje rečeno, brez 
njegovega gospodarskega pomena, ki je zahteval odzive marsikaterega guvernerja centralne 
banke. Kriptovaluta, ki je nastala v drugi polovici leta 2008, ko je Satoshi Nakamoto, čigar 
                                                 
1 Kranjc (2012)  Justinijanove institucije. 363.  
2 Haber, Stornetta (1991) How to time-stamp a digital document. Journal of Cryptology 99–111. 
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obraza, kljub številnim pretendentom, še vedno ne poznamo, v somraku padca svetovnega 
finančnega sistema predstavil svoj manifest z naslovom Bitcoin: A Peer-to-Peer Electronic 
Cash System3 in si kmalu nakopal prvih bitcoinov. Za prvi primer uporabe bitcoinov velja zdaj 
že znamenita zgodba o 10.000 bitcoinih, ki so bili potrošeni za naročilo in dostavo dveh pic 
Papa John's.4 Ostalo je zgodovina. V letu 2017 bitcoin doživi renesanso in svetovno slavo, ko 
se njegov posamezen primerek začne vrednotiti v tisočih dolarjev, številni tehnološki 
navdušenci pa so se začeli spraševati ali niso morda valutam, kot smo jih poznali do sedaj, šteti 
dnevi.5  
Z izjemnimi nihanji v vrednosti bitcoinovega menjalnega tečaja so takšni in podobni upi v veliki 
meri splahneli, tehnologija veriženja podatkovnih blokov pa je vsekakor obstala in se marljivo 
razvija ter išče nove načine svojega udejstvovanja in tako straši vse vrste posrednikov in ostalih 
poklicev, ki jim od Justinijanovih časov naprej verjamemo, da bodo po svoji najboljši moči 
poskrbeli za našo pravno dobrobit. Vprašati se je mogoče, če je takšen pretres nosilcev moči na 
področjih, ki se dotikajo prava, lahko v dobrobit poenostavljenega sklepanja in izvajanja 
pravnih poslov, njihovega spremljanja in seveda izvršbe odločb, ki nastanejo, ko se stranke, ki 
tehnologijo veriženja podatkovnih blokov na takšen ali drugačen način uporabijo pri sklenitvi 
pravnega posla tega kasneje ne držijo. V primeru, da je s pomočjo tehnologije, tudi podatkovnih 
blokov6, možno ustvariti računalniške programe v takšni ali drugačni obliki, ki bi lahko z 
minimalnimi stroški množično ustvarjali dovolj kvalitetne pogodbe, ki bi omogočale urejanje 
tudi zapletenejših življenjskih odnosov, je mogoče trditi, da bi bil takšen računalniško-pravni 
razvojni preboj pomemben prispevek k dostopnejši uporabi kakovostnega prava za najširše 
skupine ljudi. Ob vedno naraščajočem številu zakonov, obsežni sodni praksi, tako domači kot 
tuji, je sklenitev pogodbe iz pravnega področja s katerim se ne ukvarjajo pogosto težavno in 
negotovo opravilo tudi za pravnike. Za ostale to predstavlja še toliko bolj nemogočo nalogo, ki 
zahteva voljo in čas za študij, če se naloge lotijo v domači izvedbi oziroma dodaten strošek v 
primeru angažiranja strokovnjaka. Tehnologija veriženja podatkovnih blokov bi lahko bistveno 
pripomogla k vrnitvi prava k njegovemu osnovnemu poslanstvu-učinkovitemu urejanju 
odnosov med vsemi ljudmi.  
                                                 
3 S. Nakamoto, Bitcoin: A Peer-to-Peer Electronic Cash System, URL: https://bitcoin.org/bitcoin.pdf (dostop 
5.6.2019) 
4 B. Wallace, The Rise and Fall of Bitcoin, URL: https://www.wired.com/2011/11/mf-bitcoin/ (23.11.2011) 
5 npr. N. Gillespie, Is Bitcoin the Death of Fiat Currency?: Podcast URL: https://reason.com/podcast/pierre-
rochard-goldstein-bitcoin/ / (1.4.2018) 
6 Priložnosti v povezovanju prava in tehnologije, ki je predmet tega magistrskega dela vidim tudi v dodajanju 
sposobnosti, ki jih nudita umetna inteligenca in strojno učenje, povezovanju vseh treh in tako ustvarjenih povsem 
novih načinih sklepanja pravnih poslov. 
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V primeru uresničitve polnega potenciala tehnologije ta ne bi vplivala le na občasne uporabnike 
(civilnega) prava. Nasprotno, največji vpliv bi se pokazal pri delu vseh vrst pravnih 
strokovnjakov. Glede na temeljne značilnosti tehnologije7 bi lahko nekateri, predvsem tisti, ki 
opravljajo enostavnejše pravne naloge, ki ne zahtevajo posebnega vrednotenja in tehtanja 
pomensko odprtih (pravnih) pojmov, lahko ostali brez pomembnega deleža svojega 
dosedanjega dela. Delo ostalih bi se lahko kar zadeva pravne posle, pri katerih se je uporabila 
tehnologija, bistveno spremenilo, v vseh fazah dela od sklepanja do morebitne izvršbe. 
Pozitivno pravo se bo na tehnološke izzive kot vedno odzvalo z določenim časovnim zamikom. 
Ocenjujem, da bo najverjetneje treba prilagoditi najprej postopkovne zakone, predvsem v zvezi 
s pomenom, ki ga ima izvedenec (računalništva in informatike) in v zvezi z nekaterimi drugimi 
vprašanji, ki zaradi tehnoloških značilnosti pravnih poslov prihodnosti terjajo nove razmisleke, 
npr. vprašanje pristojnosti sodišča, ko se obveznosti iz pogodbe izpolnjujejo prek številnih 
računalnikov v različnih jurisdikcijah, vprašanje same možnosti izvršbe, ki bi zahtevala 
sodelovanje večine udeleženih računalnikov, ki se nahajajo izven dosega sodišča ali pa bi 
vsakršno prisiljevanje zahtevalo nesorazmerne finančne in ostale napore.  
Materialni zakoni so, še posebej na civilnem, obligacijskem področju, bolj dovzetni za novosti, 
saj morajo njihova pravila predvideti svojo uporabo na neskončnem številu izjemno različnih 
dejanskih stanov, urejanje vseh vrst obveznosti, določanje pravic in dolžnosti glede predmetov, 
ki so lahko raznovrstni kot je bujna človeška domišljija. Kar pa ne pomeni, da bo njihova 
uporaba tudi v novem tehnološko-pravnem veku dosihmal znana vadba iskanja in vrednotenja 
najboljšega možnega ujemanja zgornje in spodnje premise. V začetnem obdobju 
intenzivnejšega prodora tehnologije v pravo, v katerem se trenutno najverjetneje nahajamo, bo 
najprej potrebnega veliko izobraževanja, tako pravnikov kot programerskih strokovnjakov, ki 
bodo tehnologijo veriženja podatkovnih blokov dejansko oblikovali v pravno relevantno obliko. 
Njihov izdelek moramo pravniki razumeti vključno s tehničnimi osnovami, da ga bomo lažje 
in pravilno uporabili pri delu ter da ga ne bomo po nepotrebnem zavračali, ampak v kar največji 
meri izkoristili povsod, kjer je to ustrezno.  
  
                                                 
7Predstavljene v nadaljevanju.  
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1. Temeljne značilnost tehnologije veriženja podatkovnih blokov 
 
Omenjena proliferacija normodajnih aktivnosti pravnike pogosto sili v specializacije v znanju 
iz določenega pravnega področja, da se lahko vsaj na tem svojem ozkem koščku juridičnega 
sveta približajo monopolu nad omejeno količino znanja, ki se jo da na trgu kakopak veliko bolje 
unovčiti. Potemtakem temeljita poglabljanja v tehnične specialnosti, ki jih prinaša neka nova 
oblika računalniške kode le stežka pridejo v poštev, s tem pa je zapravljena tudi priložnost 
izkoristiti nove priložnosti, ki jih prinaša, kakor tudi priložnost za dvig (finančne) dodane 
vrednosti svojega dela.  
1.1 Ustvarjanje podatkovnih blokov 
Na začetku je bila tehnologija veriženja podatkovnih blokov le strokoven računalniški termin 
za opisovanje načina strukturiranja in deljenja podatkov. To tehnologijo pa lahko razumemo 
tudi kot sodoben pristop k vzpostavitvi razčlenjene podatkovne zbirke. Inovacijo najdemo v 
uporabi stare tehnologije na nove načine. Predstavljamo si lahko razdrobljene podatkovne 
zbirke, ki hranijo in delijo podatke, upravlja pa jih skupina posameznikov. Tehnologija 
omogoča, da ustvarimo podatkovno strukturo, ki deluje kot digitalni dnevnik, zapisnik (ang. 
ledger) podatkov, enake kopije tega dnevnika pa najdemo pri več neodvisnih posameznikih.8 
Nekoliko podrobnejše tehnično delovanje lahko razložimo na primeru najbolj znane in najširše 
uporabljane verige - Bitcoin.  
Podatki se nahajajo v blokih, zatorej si lahko predstavljamo bloke digitalnih podatkov. Ti bloki 
so priklenjeni eden na drugega, kar pomeni, da so podatki, ki jih vsebujejo nespremenljivi. Ko 
se blok podatkov priklene na drug blok, se njegovi podatki ne morejo več spremeniti. Viden bo 
vsem, ki ga želijo videti s točno takšno vsebino kot jo je imel, ko je bil dodan v verigo k ostalim 
blokom. Podatki na Bitcoinovi verigi vsebujejo izključno informacije o transakcijah, vseh 
transakcijah, ki so se kadarkoli zgodile, vse od prve naprej.9 Predstavljamo si lahko tri bloke, 
tri dokumente, vsakega s svojimi podatki o transakcijah in kako so te vplivale na stanje na 
računih. Prvi dokument kronološko opisuje prve transakcije do velikost 1 MB, kasnejše 
transakcije do 2 MB pa so opisane v naslednjem dokumentu itd. Da lahko te dokumente oz. 
bloke podatkov povežemo, dobi vsak izmed njih enkraten, digitalen podpis, ki ustreza izključno 
nizu podatkov shranjenem v njem. V primeru, da se vsebina bloka kakorkoli spremeni, tudi v 
najmanjši meri, bo blok dobil nov podpis. Ustvarjanje teh podpisov teče s pomočjo postopkov, 
ki se imenujejo zgoščevanje (ang. hashing). Podatki v prvem bloku se povežejo z drugim tako, 
                                                 
8 Laurence (2017)  Blockchain For Dummies. 7.  
9 Seveda to velja le za Bitcoin. Verige lahko vsebujejo kakršnekoli transakcije, kar širi njihovo uporabnost tudi na 
pravno področje.  
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da se podpis prvega doda med podatke drugega bloka. Iz tega sledi, da bo podpis drugega bloka 
delno temeljil na podpisu prvega. Če se podatki v prvem bloku spremenijo, se njegov podpis 
ne bo ujemal s tistim, ki je že vsebovan v druge bloku in tako bloka nista več povezana. Glede 
na javnost celotne verige podatkovnih blokov njeni ostali uporabniki zaznajo, da so bili 
določeni podatki spremenjeni. Ker mora ostati veriga nespremenjena, spremembo zavrnejo 
tako, da za veljavno sprejmejo le prejšnjo različico prvega bloka, kjer so bili vsi bloki med seboj 
povezani. Celoten postopek pomeni, da je treba, če želimo spremeniti le en blok, spremeniti 
podpise vseh ostalih blokov, ki mu sledijo do konca verige, kar je izredno težavno.10 
Za lažje razumevanje je treba poznati pomembnejšo značilnost delovanja tehnologije veriženja 
podatkovnih blokov, že omenjeno zgoščevalno funkcijo. Gre za matematično funkcijo ki ima 3 
ključne lastnosti. Začetna neodvisna spremenljivka je lahko poljuben niz kakršnekoli velikosti. 
Rezultat funkcije (odvisna spremenljivka, zgoraj omenjen kot podpis) je vedno enake velikosti, 
v primeru bitcoina na primer, govorimo o 256 bitnih rezultatih.  Rezultat se da tudi učinkovito 
izračunati. To pomeni, da lahko za dano spremenljivko v razumnem času izračunamo rezultat 
funkcije.11  
1.2 Povezovanje podatkovnih blokov v verige 
Kako se torej novi transakcije oz. novi podatki dodajo v verigo, kdo določi ta bistvena pravila 
in kako se izvajajo? Določeno transakcijo se posreduje (v primeru Bitcoina to najpogosteje stori 
aplikacija, ki jo uporabnik uporablja za svojo »denarnico«) omrežju, kjer čaka, da jo prevzame 
eden od rudarjev (nag. miner)12, tj. drug računalnik. Rudarji zberejo določeno število transakcij 
in jih povežejo v nov blok. Tako lahko deluje vsak posameznik s svojim računalnikom, vendar 
se rudarji pogosto združujejo v skupine (ang. pools), kar prinaša večjo možnost za kasnejšo 
nagrado, saj skupaj predstavljajo večjo računsko moč. Sledi ključen postopek, s katerim se 
bodoči blok doda obstoječi verigi. Rudar oz. skupina rudarjev z uporabljanjem svoje 
računalniške moči rešujejo kompleksne matematične probleme. Z uporabo omenjene 
zgoščevalne funkcije iščejo podpis (hash), ki ustreza pravilom, ki so določena v programskih 
pravilih specifične verige. Podatki, ki jih vnašajo v zgoščevalno funkcijo, so predvsem podatki 
o preteklih transakcijah (hash prejšnjega bloka), nekaj metapodatkov ter dodaten naključen niz 
                                                 
10 How does blockchain work in 7 steps URL: https://blog.goodaudience.com/blockchain-for-beginners-what-is-
blockchain-519db8c6677a (6.5.2018) 
11 Narayanan, Bonneau, Felten, Miller, Goldfeder (2016) Bitcoin and cryptocurrency technologies: a 
comprehensive introduction. 1. 
12 Omeniti je treba še vozlišča (ang. nodes), ki se z rudarjenjem ne ukvarjajo, shranjujejo pa celotne kopije verige 
podatkovnih blokov in skrbijo za potrjevanje veljavnosti novih blokov, ki jih dodajo rudarji ter za njihovo 
posredovanje vsem ostalim vozliščem. 
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znakov (ang. nonce).13 Glede na to, da so vsi ostali podatki že določeni, se lahko rezultat 
rudarjenja razlikuje le, če se uporabi prav različne vrednosti tega naključnega niza. Kako hitro 
bo najdena njegova vrednost, ki ustreza pravilom,14 bo odvisno od računske moči rudarjeve 
strojne opreme. Najdeno rešitev rudar posreduje vsem ostalim vozliščem v omrežju, ki jo lahko 
hitro preverijo. V primeru, da se izkaže za pravilno, se blok doda verigi (rudarji dosežejo 
konsenz). Iz opisanega postopka izhaja tudi izraz dokaz o delu (ang. proof of work). Nov 
ustrezen podpis je dokaz o izvedenem delu (računska moč je bila porabljena), torej se blok 
lahko doda verigi in razširi med vsemi ostalimi vozlišči po omrežju.15  
Del podatkov v vsakem bloku predstavlja tudi njegova zaporedna številka. Ta je posebej 
relevantna v kombinaciji z odkritim podpisom, ker podajata dolžino verige in povezujeta 
prejšnji blok s trenutnim. Podpis prejšnjega bloka je nepogrešljiv del naslednja bloka. Nato se 
postopek z rudarjenjem ponavlja. Ustvariti je treba nov blok, ki ima takšen naključen niz znakov 
in takšno zaporedje transakcij, da bo njegov podpis ustrezal pravilom, določenimi za sprejetje. 
Vsi udeleženci sistema se strinjajo, da je veljavna le najdaljša veriga blokov. V primeru, da bi 
nekdo med rudarji želel ustvariti goljufiv blok (npr. v želji prikazovati, da ima v svoji denarnici 
več bitcoinov kot v resnici), bi to lahko storil, najti mora le hash, ki ustreza pravilom verige. 
Takšen podvig pa bo za zlonamernega rudarja neuspešen vedno, ko sam obvladuje manj kot 50 
odstotkov vse računske moči, ki se troši pri rudarjenju, saj bodo, preden mu uspe sestaviti in v 
verigo dodati veljaven blok, ostali rudarji z več kot polovico računske moči že ustvarili vsaj 2 
bloka, ki pomenita daljšo in zatorej edino sprejemljivo verigo.16 
Praktično nemogoče je tudi spreminjati bloke za nazaj, kar bo seveda izjemnega pomena pri 
pravni uporabi tehnologije. Bloki niso shranjeni na enem mestu, temveč pri več rudarjih in 
vozliščih. Če bi torej nekdo skušal spremeniti transakcijo v naključnem bloku, bi s tem 
avtomatično spremenil podpis tega bloka. Po eni strani bi postal blok s tem neveljaven, ker bi 
bil njegov podpis zagotovo drugačen od pravil, ki urejajo verigo blokov. Da bi potrdil tak blok, 
bi moral poiskati novo naključno vrednost, zaporedje transakcij in drugo, da bi novi podpis 
ustrezal pravilom. Toda, četudi bi to storil, bi bila veriga pretrgana, saj naslednji blok ne bi več 
predstavljal njegovega nadaljevanja, ker bi imel vključen star podpis predhodnega bloka. 
                                                 
13 Blockchain: What is Mining? URL: https://dev.to/damcosset/blockchain-what-is-mining-2eod (4.12.2018) 
14 Pravilo se lahko spreminja. Bitcoinov protokol na primer določa, da se lahko nov blok doda le vsakih 10 minut. 
Če je na omrežju veliko računske moči, bi se to zgodilo prej, zato protokol samodejno poveča težavnost 
matematičnega problema. 
15Blockchain: how mining works and transactions are processed in seven steps URL: 
https://blog.goodaudience.com/how-a-miner-adds-transactions-to-the-blockchain-in-seven-steps-856053271476 




Celoten postopek bi potem moral ponoviti še na tem naslednjem bloku in tako naprej vse do 
konca verige. Medtem bi bila pri vseh drugih udeležencih sistema prvotna veriga blokov, ki bi 
seveda avtomatično obveljala kot pravilna, ker bi bila najdaljša, saj ima tipično več udeležencev 
skupaj večjo računsko moč kot potencialni goljuf. Zaradi tega so kakršnekoli manipulacije 
preteklih blokov nemogoče, ker jih takoj opazimo, saj pretrgajo verigo.17 
V grobem ločimo tri tipe tako ustvarjenih verig. Najbolj znane so javne (ang. public 
blockchains), npr. tista na kateri deluje Bitcoin. To so tipično velika razdrobljena omrežja, ki 
za delovanje uporabljajo svoj žeton. Vsakdo lahko sodeluje na vseh ravneh, saj je njihova 
izvorna koda prosto dostopna. V omejenih (ang. permissioned) verigah podatkovnih blokov 
(npr. Ripple) so vloge posameznikov določene. Še vedno govorimo o velikih in razčlenjenih 
sistemih, ki lahko uporabljajo svoj žeton. Izvorna koda ni nujno prosto dostopna. Poznamo tudi 
zasebne verige. Te so po navadi manjše in ne uporabljajo žetonov, uporabniki pa so strogo 
nadzorovani. Največkrat jih uporabljajo skupine s preverjenimi člani, ki izmenjujejo občutljive 
informacije.18 
Iz opisanih tehničnih značilnosti se že da razbrati lastnosti tehnologije veriženja podatkovnih 
blokov, ki bodo najbolj relevantne, ko pride do njene uporabe v pravnem svetu pri sklepanju 
pogodb. Določbe, ki jih urejajo protokoli verige, bodo potencialno velikokrat kopirane med 
številnimi udeleženci na omrežju, kar jim zagotavlja veliko transparentnost. Če le izberemo 
dovolj pogosto uporabljano verigo in jo uporabimo za zapis pogodbe, smo lahko prepričani, da 
bodo njene določbe varne pred različnimi poneverbami, saj bi sprememba starih podatkovnih 
blokov vedno zahtevala ogromna vlaganja. Prav tako je lahko uporabnik tako zapisane pogodbe 
prepričan, da bodo njene določbe brez dvoma izvršene. Njegova pogodba se v svojem 
programiranem zapisu nahaja pri deležnikih na omrežju, ki ne morejo imeti nikakršnih skritih 
namenov, podrejeni so le protokolu, pravilom, ki urejajo delovanje verige. Brez čustev in brez 
človeške roke potrdijo transakcije, ki ustrezajo programiranemu.  
1.3 Cena vzdrževanja  
Vprašati se je treba, zakaj bi konec koncev kdorkoli dal na voljo računsko moč svoje 
računalniške opreme in s tem obilo električne energije le zato, da bi ta vzdrževal enega od 
delčkov razčlenjene podatkovne zbirke. Odgovor se skriva v pomembnem delu protokola, ki 
ureja delovanje verige. Rudar, ki prvi odkrije ustrezen podpis, lahko ustvari tudi transakcijo 
določene količine kriptovalute, ki ji določi še naslov (denarnico) kjer naj se ta shrani. Vzdevek 
»rudarji« izhaja prav iz dejstva, da udeleženci intenzivno delajo na reševanju (matematičnih) 
                                                 
17 ibidem 
18Laurence (2017)  Blockchain For Dummies. 8  
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problemov v zameno za denarno nagrado. Iz potrebe po konsenzu, ki je zapisan v protokolu 
verige tako izhaja zahteva, da rudarji dobijo določeno nagrado, sicer ne bi imeli razloga za 
iskanje pravilnih podpisov in samo vzdrževanje verige podatkovnih blokov.19   
1.4 Na robovih digitalnega-oraklji 
Posebno vprašanje se odpira v zvezi s tem, kako pogodba prepozna določen dogodek in kakšne 
so končne posledice njenega delovanja. Jasno je, da če želimo od verige podatkovnih blokov 
oziroma pametne pogodbe (kot je opisana spodaj), ki teče na njej, kaj več kot le prenašanje 
kriptovalut od ene denarnice do druge, bomo slej kot prej trčili v točko, na kateri se domet verig 
podatkovnih blokov konča in začne fizični svet, ki se ga klasične pogodbe trudijo obvladovati 
že odkar obstaja družba. Tehnologija to kritično točko rešuje s pomočjo orakljev (ang. oracle). 
V kontekstu uporabe verige podatkovnih blokov so oraklji posamezniki ali programi, ki hranijo 
in posredujejo informacije iz zunanjega okolja, ter tako omogočajo pametnim pogodbam 
komunikacijo in reagiranje na zunanji oz. fizični svet.20  
Vnaprej programirana vrednost vsebovana v pametni pogodbi se odklene le, če so izpolnjeni 
določeni pogoji. V primeru, da ti so izpolnjeni, pametna pogodba spremeni svoje stanje in izvrši 
programirane algoritme, ki samodejno sprožijo delovanje verige podatkovnih blokov. Glavna 
naloga orakljev je, da posredujejo vrednosti pametni pogodbi karseda varno. Verige same ne 
morejo dostopati do podatkov izven svojega omrežja. Orakelj jih zato posreduje kot tretja 
stranka, ki je bila zasnovana prav za to nalogo. Podatki, ki jih oraklji posredujejo, so po vsebini 
lahko karkoli od temperature zraka, sprememb menjalnih tečajev do potrditve plačila. Glede  
na način delovanja poznamo več vrst. Programski oraklji kot vrsta računalniških programov s 
posebnimi nalogami, upravljajo z informacijami, ki so dostopne na spletu. Posredujejo lahko 
podatke o temperaturi, cenah dobrin, obrestnih merah ipd. Strojni oraklji zbirajo informacije 
neposredno iz fizičnega sveta, npr. iz senzorjev za gibanje, tehtnic. Njihova šibka točka je 
zagotavljanje, da podatke pošljejo brez tveganj za njihovo varnost in posledično točnost. 
Vir informacij ni nujno tehničen (npr. strojni ali programski), ampak je lahko tudi človeški. 
Človeški oraklji so posamezniki s specializiranim znanjem ali veščinami v zvezi z določenim 
področjem. Pametnim pogodbam v ustrezni obliki posredujejo informacije do katerih se 
dokopljejo z raziskovanjem ali pa potrdijo pristnost informacij z uporabo različnih virov.21 
Dohodni oraklji posredujejo kakršnekoli podatke iz zunanjega sveta (npr. ceno delnice), 
odhodni pa poskrbijo, da lahko pametna pogodba vpliva na fizični svet (npr. ob prejemu 
                                                 
19 Bonneau in drugi (2015) SoK: Research Perspectives and Challenges for Bitcoin and Cryptocurrencies. 2015 
IEEE Symposium on Security and Privacy 4. 
20 De Filippi, Wright (2018)  Blockchain and the law. 75. 
21 A. Beniiche, A Study of Blockchain Oracles, URL: https://arxiv.org/pdf/2004.07140.pdf (14.7. 2020) 
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določenega zneska kriptovalute, se pametna ključavnica samodejno odklene). Podatki, ki so 
posredovani, so lahko osnovani tudi na konsenzu več orakljev. V imenu višje stopnje varnosti 
so lahko različni ponudniki informacij, ki jih veriga rabi različno ocenjeni, izbere pa se 
najboljšega. Uporabi se lahko tudi kombinacijo različnih orakljev ali zahteva, da večina skupine 
orakljev potrdi pristnost podatka. 22 
Uporaba orakljev v kombinaciji s siceršnjimi značilnostmi tehnologije veriženja podatkovnih 
blokov odpira precej vprašanj. Ena od bistvenih prednosti tehnologije naj bi bila prav odsotnost 
človeškega vmešavanja v življenje pogodbe potem, ko je ta podpisana. Kopiranje določil 
pametne pogodbe na mnogih računalnikih ter režim, ki zagotavlja, da se vsebina spreminja le s 
širokim konsenzom, ki ga ne more »kupiti« nobena od strank, bistveno prispevata k 
nespremenljivosti pametne pogodbe, ter sta odločilen element odsotnosti potrebe po 
vključevanju različnih centraliziranih institucij, ki so jim stranke prisiljene zaupati, da bi bila 
pogodba korektno izpolnjena. Orakelj, najsibo tehnični ali človeški, pa poseže v temelj vseh 
teh lastnosti. Človeškega oraklja bi morale s konsenzom izbrati vse pogodbene stranke, kar bi 
najverjetneje vodilo k vpletanju prav istih institucij in posrednikov, ki se jih z uporabo 
tehnologije želimo izogniti. Izognemo se jim lahko le, če sprejmemo, da bomo pametne 
pogodbe uporabljali za preprostejše pravne posle, ki v najboljšem primeru zahtevajo le 
tehničnega oraklja. V primeru, da se bo uporaba pametnih pogodb razširila, lahko pričakujemo, 
da se bodo za pogosteje uporabljane tipe pogodb razvili specializirani oraklji. Problem zaupanja 
seveda ostane, prav tako bi takšni posredniki informacij gotovo višali sicer nizke transakcijske 
stroške, ki jih prinaša sklepanje pametnih pogodb. 
 
  
                                                 




2. Pametne pogodbe 
 
Prenos pogodbenih določil s papirja v digitalno razčlenjeno podatkovno zbirko s seboj kakopak 
prinaša kup izzivov, hkrati pa tudi priložnost za vsaj delno spremembo pravnega poslovanja. 
Geneza pogodbe bo sicer v obeh primerih podobna. 
Ob zaključku pogajanj stranki zapišeta del ali celoto dogovorjenega v naravnem jeziku na papir 
oziroma na drug način, ki ohranja zapis besedila neokrnjen in ki omogoča preverjanje izvora 
besedila z uporabo splošno sprejetih sredstev (2. odstavek 57. člena Obligacijskega zakonika).23 
Pametne pogodbe pa označujejo strojno berljiv nabor navodil opisan z računalniško kodo, ki 
izvrši vnaprej določeno dejanje, ko se izpolnijo vnaprej določeni objektivni in digitalno izraženi 
pogoji.24Pomembna razlika med zapisoma pogodb tako nastane predvsem v fazi izpolnjevanja 
dogovorjenih obveznosti. Pametne pogodbe imajo na podlagi opisanih tehnoloških značilnosti 
sposobnost svojega avtonomnega izvrševanja. Obveznosti strank so namreč zapisane v obliki 
strogega, formalnega programskega jezika. Za izvrševanje poskrbijo vsa vozlišča in rudarji, ki 
imajo kopijo verige podatkovnih blokov, tako da je vpletenost posrednikov oz. ljudi na splošno, 
nepotrebna, celo nezaželena.25 To zmanjšuje potrebo po zaupanju v izpolnitev pogodbe med 
strankama, saj je izvršitev pametne pogodbe avtomatična in neodvisna od njune volje ter 
presoje.2627 
2.1 Pravno uporaben doseg pametne pogodbe 
Utemeljeno se je vprašati, ali je vsak skupek vrstic računalniške kode dovolj, da mu pravni red 
prizna veljavnost pogodbe, da mu da veljavo pravne vezi med strankama, ki jo bo v skrajnem 
primeru izvršila država s svojim prisilnim aparatom. Glede na široko razumevanje pojma 
pametne pogodbe v različnih panogah, od tehničnih do pravnih, je treba najprej določiti, katerim 
operacijam, ki jih potencialno lahko izvaja tehnologija veriženja podatkovnih blokov, se lahko 
pripiše veljava pogodbe, kot jo razumemo v klasičnem civilnopravnem smislu. Da je možno o 
tehnologiji in njenih pravnih implikacijah resno razpravljati in jo na koncu seveda dejansko 
uporabiti, se je treba prebiti skozi gost gozd brezštevilnih navdušenih člankov, bolj ali manj 
poljudnih razlag in gore prospektov (ang. white paper), ki spremljajo vsako začetno bliskovito 
                                                 
23 Obligacijski zakonik (OZ), Ur. l.  RS, št. 97/07 – uradno prečiščeno besedilo, 64/16 – odl. US, 20/18 – OROZ631 
24 Lampič (2019) Rikardijanske pogodbe: prihodnost obligacijskega prava ali nišni produkt? Podjetje in delo 949.  
25 De Filippi, Wright (2018)  Blockchain and the law. 74. 
26Jadek, (Pravni) vpogled v veriženje podatkov, URL: https://svetkapitala.delo.si/finance/pravni-vpogled-v-
verizenje-podatkov-126623 (19.3.2017) 
27 Izraz »pametna pogodba« je sicer še pred razmahom tehnologije veriženja podatkovnih blokov prvi uporabil 





uporabo nove tehnologije, ki obljublja, da bo pretresla utečen red in bistveno poenostavila 
življenje. Treba je ugotoviti, kaj tehnologija na tej stopnji razvoja zmore (ne kaj bi lahko 
oziroma bo zmogla v nedoločeni prihodnosti) in ali je to dovolj za njeno pravno veljavo. Po 
opravljeni nalogi, je lahko ugotovitev precej streznjujoča, hladen tuš pa pride prej iz tehnične 
kot iz pravne pipe.  
Res je, da na primer izvirna bitcoin veriga ne zahteva posrednikov, zaupanja drugim strankam 
oziroma udeležencem omrežja in da velika razčlenjenost ter različni mehanizmi za doseganje 
konsenza, kaj naj se dokončno zapiše v podatkovne bloke, prinašajo veliko mero varnosti v 
smislu, da se zapisano ne bo spremenilo. Hkrati pa so protokoli, ki definirajo verige izjemno 
omejeni glede svojih sposobnosti in največkrat dovoljujejo le preproste transakcije. V praksi to 
pomeni, da je treba pojem pametne pogodbe skoncentrirati na samodejno izvrševanje preprostih 
navodil (če se zgodi x, potem naj sledi y). Zapletenejše transakcije zahtevajo naprednejše 
podatkovne verige ali pa posebne protokole, ki tečejo na njih. Takšne verige oz. protokoli pa 
niso nujno decentralizirani, razčlenjeni, varni, predvsem pa jim ne moremo več tako zaupati. 
Pametne pogodbe moramo na tej stopnji tehnološkega razvoja razumeti kot programe, ki 
delujejo v razčlenjenih računalniških okoljih in ne kot polmitološko tehnologijo, ki bo 
osvobodila pogodbene stranke okov, ki jih predstavljajo tradicionalne pravne ter druge 
institucije.28   
Dodatno težavo, ki sicer ni nujno povezana s tehnologijo, predstavlja vsebina obveznosti, ki bi 
jo te pogodbe lahko zapisovale. Poleg širših vprašanj, ali sta popolna avtomatizacija in 
samodejno izvrševanje vseh obveznosti priporočljiva, je treba iz povsem praktičnega vidika 
uvideti, da je le določene obligacije možno zapisati z računalniško kodo. Iz tega sledi, da so 
trenutno pametne pogodbe primerne za dokaj ozek spekter pravnih poslov. Predvsem si je težko 
predstavljati pametne pogodbe, ki bi urejale pomensko odprte pojme, na primer skrbnost 
dobrega gospodarja, primerno denarno nadomestilo, veliko nehvaležnost ipd.29 
Bistvo pametne pogodbe je torej kombinacija »pametne pogodbene kode«, ki jo predstavlja 
računalniška koda, kot je zapisana, preverjena in izvršena na verigi podatkovnih blokov in 
tradicionalnega pravnega jezika. Pametna pogodba je računalniška koda, ki govori v preprostem 
jeziku, ki ga lahko razume računalnik. Pogodba, ki jo potrdijo udeleženci omrežja, se bo 
                                                 
28 Mik (2017) Smart Contracts: Terminology, Technical Limitations and Real World Complexity. Law, Innovation 
and Technology 298-299. 
29 Ibidem 300 
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samodejno izvršila in uveljavila takoj, ko bo prepoznala določen dogodek za katerega so 
predpisane določene posledice.30 
  
2.2 Skladnost definicije pametne pogodbe z veljavnim pravom   
Opisano definicijo pametne pogodbe je treba primerjati z veljavnim pravom, da se lahko določi 
njena pravna veljava.  
Pogodbeno pravo si prizadeva za omogočanje učinkovite izmenjave dobrin na podlagi 
svobodne volje strank.31 Pogodba je sklenjena, ko se stranki sporazumeta o njeni bistvenih 
sestavinah (15. člen OZ). Osnova za nastanek pogodbe je torej soglasje oz. konsenz strank. 
Bistvene sestavine pogodbe so tiste, ki so nujne za določen pravni posel, in praviloma 
predstavljajo glavni obveznosti obeh strank vzajemne pogodbe, tipično npr. pri prodajni 
pogodbi stvar in kupnina. Ko se stranki dogovorita o bistvenih sestavinah, je pogodba sklenjena, 
za ostale morebiti manjkajoče elemente pogodbe (čas plačila, odgovornost za stvarne napake 
ipd.) pa se lahko uporabijo dispozitivna zakonska pravila. Za ugotavljanje nastanka soglasja 
OZ pozna dva instituta: ponudbo in sprejem ponudbe (22-32 člen OZ), vendar ni nujno, da 
soglasje nastane prek ponudbe in sprejema. Pogodba je lahko sklenjena tudi, če ni popolnega 
soglasja o vseh sestavinah, vendar le, če je takšna volja strank. Po navadi stranki ne pristaneta 
na veljavnost pogodbe dokler ne dosežeta soglasja o vseh zanju relevantnih sestavinah.32 
Potreba po sporazumu o bistvenih sestavinah v kontekstu pametnih pogodb bo skupaj z zahtevo 
po določnosti oziroma določljivosti predmeta pogodbe tako botrovala predvsem omejevanju 
obsega poslov, ki jih lahko opišemo kot dvostranski vzajemni pravni posel. Pri poudarjanju 
sicer pomembne značilnosti tehnologije veriženja podatkovnih blokov – samodejne 
izvršljivosti, se namreč hitro pozabi, da vsakršna transakcija, ki jo je mogoče zapisati na 
blokovno verigo, še ne more imeti narave pravnega posla, saj ji pozitivno pravo na poti do 
široke recepcije postavlja okvire, ki jih mora spoštovati.  
Glede najzgodnejših faz sklepanja pogodbe, tj. pogajanj med strankama v iskanju soglasja o 
predmetu in ceni, se postavlja vprašanje, v kakšni obliki bo potekalo. Stranke najpogosteje 
komunicirajo in usklajujejo pogodbo v pisni obliki, tudi če relevantna zakonodaja nima 
posebnih zahtev po obličnosti končne pogodbe, seveda predvsem z namenom lažjega 
                                                 
30 Durovic, Janssen (2018) The Formation of Smart Contracts and Beyond: Shaking the Fundamentals of Contract 
Law?, URL:  
https://www.researchgate.net/publication/327732779_The_Formation_of_Smart_Contracts_and_Beyond_Shakin
g_the_Fundamentals_of_Contract_Law (1.9.2018) 
31 Obligacijski zakonik z uvodnimi pojasnili (2017) 89. 
32 Obligacijski zakonik z uvodnimi pojasnili (2017) 92. 
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dokazovanja. Glede na opisano definicijo pametnih pogodb in precejšnjo verjetnost, da bodo 
uporabljane za preprostejša pravna razmerja, je dvomljiva uporabna vrednost pametne 
pogodbe, ko je že doseženo soglasje glede pravic in obveznosti rezultat pogajanj zapisano na 
fizični ali elektronski medij v naravnem jeziku33. Stranki bi v takem primeru morala prepričati 
dodana vrednost v zagotovljeni nespremenljivosti zapisanega in samodejno izvrševanje 
obveznosti ali pa bi ju vodila velika stopnja nezaupanja v sopogodbenico, da bi bila odločitev 
o uporabi pametne pogodbe vredna dodatnih stroškov. 
2.3 Napake volje  
Poleg doseženega soglasja so za veljavno sklenitev pogodbe predpisane še druge predpostavke 
in izpolnjenost nekaterih od njih je treba v luči uporabe pametnih pogodb posebej preveriti. 
Pogodba kot pravni posel povzroči nastanek poslovnega obligacijskega razmerja, zato mora biti 
volja, ki je potrebna za veljavno sklenitev pogodbe, oblikovana in izjavljena svobodno in z 
resnim namenom povzročiti nastanek takšnega razmerja. Obsegati mora vse bistvene sestavine 
razmerja. V skladu z 18. členom OZ se volja za sklenitev pogodbe se lahko izjavi z besedami, 
z običajnimi znaki ali z drugačnim ravnanjem, iz katerega se da zanesljivo sklepati, da obstoji. 
Zaplete se lahko v položajih, ko se bodisi želena volja razlikuje od oblikovane bodisi 
oblikovana volja razlikuje od izjavljene. Takšne položaje imenujemo napake volje. 34 Obstaja 
več vrst položajev napak volje, pravne posledice pa so odvisne tudi od vestnosti in poštenja ter 
skrbnosti pogodbenih strank (5. in 6. člen OZ).  
V zvezi s pametnimi pogodbami in napakami volje je treba upoštevati predvsem tehnične 
posebnosti zapisovanja določb opisanih zgoraj. Ne glede na način pogajanj med strankama, 
celo morebitno ponudbo napisano v naravnem jeziku, bo končna in zavezujoča pogodba 
napisana v programskem jeziku. Ena od najpriljubljenejših verig podatkovnih blokov je 
Etherum, ki jo je leta 2015 predstavil Vitalik Buterin. Z njo je želel doseči bistveno več 
fleksibilnosti, kot jo ponuja bitcoin, ki predvsem podpira transakcije kriptovalute med 
denarnicami. Etherumova bistvena inovacija je Etherumova virtualna naprava (ang. Ethereum 
virtual machine), ki deluje na omrežju. Ta virtualna naprava omogoča komurkoli, da na njej 
uporablja kakršenkoli program spisan v kateremkoli od programski jezikov, če je le na voljo 
dovolj časa in pomnilnika. Virtualna naprava ustvarja podatkovne bloke veliko hitreje in na 
drugačen način. Razvijalcem omogoča, da namesto vzpostavljanja svoje povsem nove verige 
podatkovnih blokov za vsako aplikacijo, postavijo številne različne aplikacije, ki tečejo na eni 
platformi. Rudarji so za računsko moč, ki jo porabijo ob izvajanju pametnih pogodb nagrajeni 
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z nekaj enotami plina (ang. gas), koliko jih dobijo, določi tisti, ki zahteva neko transakcijo. 
Vendar lahko rudarji sami izberejo katero bodo vključili v verigo blokov, zato bodo imele 
tipično prednost tiste z več plina.35 
Opisan postopek še vedno ostaja na izrazito poljudni ravni. Pametne pogodbe se na 
Etherumovem protokolu dejansko zapisujejo v programskem jeziku Solidity, ki je kakopak 
daleč od naravnega jezika. Čeprav bi se znanje Solidityja ali pa kateregakoli drugega 
programskega jezika v katerem bodo zapisane prihodnje, še naprednejše aktivnosti na verigah 
podatkovnih blokov bistveno razširilo, bi skoraj gotovo ostalo v domeni ozkega števila ljudi. 
Lahko bi upali, da bila uporaba takšnega jezika po celem svetu izjemno pozitivna stvar, saj bi 
porušil vse klasične jezikovne ovire, ki jih v pravu poznamo in ki pravnikom, ki niso vrhunski 
govorci drugega jezika, bistveno otežujejo opravljanje svojih dejavnosti v njem, kar še bolj 
velja za laike, ki bi želeli sklepati pravne posle v tujini. Še lažje pa si je predstavljati, da velika 
večina ljudi ne bo nikoli poznala osnov programskih jezikov. Takšno stanje jasno pelje v svet 
vseprisotnih zmot. Navkljub uspešno končanim pogajanjem in konsenzu strank glede vseh 
vprašanj, bosta (programersko) neuki stranki ostali podvrženi velikemu tveganju, da se njuna 
izjavljena volja ne ujema z željeno in da tako zapisane pogodbe ne bi sklenila, če bi za zmoto 
vedela. 
Nevarnost takšnih zmot bo logično vodila do želje po prisotnosti oziroma povpraševanju po 
storitvah programerjev, ki se ukvarjajo s področjem pametnih pogodb. V primeru sklenitve 
obsežnejše in zahtevnejše pametne pogodbe se tako pojavi prostor za novega posrednika, ki mu 
moramo zaupati. Gre za nekakšnega blockchain odvetnika z dobrim znanjem tako iz 
programiranja kot iz pravnega področja, ki ga pametna pogodba ureja. Stranka bo s takšnim 
futurističnim odvetnikom sklenila mandatno pogodbo, po kateri ji bo ta po najboljši moči 
svetoval o tem, kaj je glede na značilnosti tehnologije veriženja podatkovnih blokov primerno 
v pametno pogodbo zapisati. Stranka mu bo lahko ponudbo pametne pogodbe tudi posredovala 
v pregled in se tako izognila morebitnim napakam volje in dobila preverjene informacije o 
dejanski vsebini pogodbe. Že sklenjene pametne pogodbe bo mogoče z njegovo pomočjo tudi 
kasneje pregledati, saj bo ta seveda shranjena na številnih računalnikih in se še dodatno 
prepričati, da uresničujejo pravo voljo pogodbenih strank. Odvetnikova prisotnost bi v takšnih 
primerih, kjer stranki oziroma njuni pogajalci obvladajo le naravni jezik, potrebna še v večji 
meri kot pri sklepanju običajnih pogodb. Storitev pa bi seveda precej dvignila transakcijske 
stroške sklepanja pametne pogodbe, še posebej, ker bodo opisani odvetniki gotovo zelo iskani. 
                                                 




Verjetneje takšen odvetnik niti ne bo ena oseba, temveč IT-pravni par strokovnjakov, ki 
razumeta osnove dela drug drugega, vendar zaradi same zahtevnosti in širine dejavnosti, obeh 
področij nista zmožna obvladati na dovolj visokem nivoju. Potreba po takšnih strokovnjakih do 
določene mere okrni prednost tehnologije veriženja podatkovnih blokov, ki jo ta ima v 
izključevanju potrebe po zaupanja vrednih tretjih osebah, ki pomagajo pri utrjevanju pravnega 
odnosa med strankama. Vendar druge prednosti ostanejo po tem, ko je ta prvotni strošek že 
pozabljen v bilancah, pametna pogodba pa samodejno teče v svoji zagotovljeno nespremenjeni 
obliki, čaka na zahtevane informacije orakljev na podlagi katerih poskrbi, da so vse obveznosti 
izpolnjene.  
Obligacijski zakonik določa še, da mora biti pravno upoštevna zmota, ki lahko vodi do 
razveljavitve pogodbe, bistvena, tj. nanašati se mora  na bistvene lastnosti predmeta, na osebo, 
s katero se sklepa pogodba, kadar se sklepa glede na to osebo, ali na okoliščine, ki se po običajih 
v prometu ali po namenu strank štejejo za odločilne, ker sicer stranka, ki je v zmoti, pogodbe s 
tako vsebino ne bi sklenila.36 Pametne pogodbe so lahko do določene mere podvržene grožnji 
tako kvalificirane zmote, predvsem, ker programski jezik v katerem so napisane, težko natančno 
določa vse nianse, ki jih je zmožen opisati naravni jezik.37  
Še pomembnejša pa je določba, ki pravi, da lahko stranka, ki je v zmoti, zahteva razveljavitev 
pogodbe zaradi bistvene zmote, razen če pri njeni sklenitvi ni ravnala s skrbnostjo, ki se zahteva 
v prometu.38 Ključen bo torej izoblikovan standard skrbnosti, ki bo veljal za sklepanje pametnih 
pogodb. Pri tem si je moč pomagati z že obstoječo sodno prakso. Pri skrbnosti gre za pravni 
standard, ki določa potrebno ravnanje. Hkrati je merilo za presojo, ali je stranka ravnala tako, 
da ji ni mogoče očitati, da je ravnala krivdno oziroma kot merilo za določanje stopnje krivde. 
Od vsakega povprečno skrbnega človeka se pričakuje, da se pred podpisom listine oziroma 
pogodbe, ki ga zavezuje, prepriča o tem, kaj podpisuje: bodisi tako, da listino sam prebere, če 
tega glede na subjektivne okoliščine ne zmore, pa tako, da poskrbi, da mu pogodbo pred 
podpisom prebere kdo drug.39 Povprečno skrben človek podpiše listino le, če točno ve, kaj 
podpisuje, zato se pred podpisom prepriča v vsebino.40 Standard je torej precej jasen in bo, če 
bo stranka pri sklepanju pametne pogodbe angažirala zgoraj omenjenega strokovnjaka, 
izpolnjen. Vendar pa tega vsaj v preprostejših pametnih pogodbah, kjer bi dodaten strokovnjak 
prinesel nerazumne stroške v primerjavi s ceno za predmet pogodbe, ne gre pričakovati. Takrat 
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bo treba s tehničnimi rešitvami omogočiti, da je vsebina pametne pogodbe dovolj dostopna tudi 
osebam brez programerskega predznanja.41 
2.4 Oblika izjave volje 
Volja za sklenitev pogodbe mora biti izjavljena tako, da jo druga pogodbena stranka lahko 
razpozna, torej, da lahko razpozna pomen te izjave – da je bila volja izjavljena z namenom 
povzročiti sklenitev pogodbe.42 Kadar potekajo pogajanja med strankama, ki sta navzoči na 
istem kraju in ob istem času, namreč pomeni sprejem ponudbe že sklenitev pogodbe. Kadar pa 
je sklenitev pogodbe odvisna tudi od oblike, tedaj seveda sam sporazum še ne zadostuje. 
Pogodba s samim sporazumom še ne nastane in je dejansko sporazum le eden od pogojev za 
veljaven nastanek pogodbe.43  
Obligacijski zakonik določa pravilo o konsenzualnosti (neobličnosti) pogodb v svojem 51. 
členu, ki pravi, da se za sklenitev pogodbe ne zahteva nikakršna oblika, razen če zakon drugače 
določa. Zahteva  takšnega zakona, da mora biti pogodba sklenjena v določeni obliki, velja tudi 
za vse njene poznejše spremembe ali dopolnitve. Volja za sklenitev pogodbe (kot ponudba 
oziroma izjava o sprejemu ponudbe) se lahko izjavi z besedami ali z drugačnim aktivnim 
ravnanjem, če imajo v poslovnem prometu (pri sklepanju določenih vrst pogodb) običajno 
pomen izjave volje za sklenitev pogodbe. Podobno določa tudi 18. člen, ko pravi da se volja za 
sklenitev pogodbe lahko izjavi z besedami, z običajnimi znaki ali z drugačnim ravnanjem, iz 
katerega se da zanesljivo sklepati, da obstoji, izjava volje mora biti le svobodna in resna. Poleg 
pogodb, za katere že zakon (OZ ali drug) določa, da morajo biti sklenjene v pisni obliki, se 
lahko stranki sami pri pogodbi, za katero pisna oblika ni predpisana, sporazumeta, da naj bo 
posebna (posebna, ne pisna!) oblika pogoj za veljavnost njune pogodbe (54. člen OZ). 
Obligacijski zakonik tako ne predstavlja preprek za prosto sklepanje pogodb tudi v 
programskem jeziku. Neoblične pogodbe so pravilo, pogodbeni stranki pa se vedno lahko 
dogovorita, da bo njuna pogodba veljavna le, če bo sklenjena kot pametna. Pisna pogodba je že 
sicer pogosto preferirana. Takšna oblika v večji meri varuje interese pogodbenih strank, zlasti 
pri pogodbah, ki imajo za stranki pomembnejše pravne posledice (na primer prodaja 
nepremičnine). Izražanje v pisni obliki navadno pomeni jasnejše zavedanje pomena svoje izjave 
volje in večjo premišljenost ravnanja. Poleg tega, še posebej v zahtevnejših pogodba, pisna 
oblika zagotavlja, da stranki natančno in jasno določita predmet izpolnitvenega ravnanja ter 
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medsebojne pravice in obveznosti. Posledično se tako zmanjša verjetnost kasnejšega spora o 
vsebini pogodbene ureditve.44  
2.4.1 Podpisovanje pametne pogodbe in ustreznost zapisa 
Za sprejemljivejšo uporabo pametnih pogodb bi bilo vzpodbudno, da se zapis v programskem 
jeziku, ki se izvršuje na verigi podatkovnih blokov, prizna kot zapis oziroma listina. V zvezi s 
tem je problematičen že prvi odstavek 57. člena OZ, ki zahteva, da v primeru, ko je treba za 
sklenitev pogodbe napraviti listino, je pogodba sklenjena, ko listino podpišejo vsi, ki se z njo 
zavezujejo. Elektronsko podpisovanje je v zadnjih letih postalo precej razširjeno, a določanje 
lastnosti orodja, da mu lahko rečemo elektronski podpis, ostaja v domeni nacionalnih držav in 
tako izključuje neovirano podpisovanje pogodb med subjekti iz držav z (bistveno) drugačno 
ureditvijo, še posebej tistimi izven Evropske unije45. Zakon o elektronskem poslovanju in 
elektronskem podpisu (ZEPEP)46 zahteva, da je elektronski podpis  (ki se mu ne sme odreči 
veljavnosti ali dokazne vrednosti samo zaradi elektronske oblike) niz podatkov v elektronski 
obliki, ki je vsebovan, dodan ali logično povezan z drugimi podatki, in je namenjen preverjanju 
pristnosti teh podatkov in identifikaciji podpisnika. Pametne pogodbe se podpisujejo na različne 
načine, odvisno od programske kode, ki jo poganja. Pogost način sprožitve pogodbe je 
pošiljanje določenega zneska kriptovalute nasprotni stranki. Kljub temu ostane še veliko število 
posebnosti, kar pomeni, da je ugotavljanje, ali elektronski podpis, kot ga razume slovenska 
zakonodaja, ustreza ravnanjem, ki pošljejo pametno pogodbo na omrežje verige blokov, 
tehnično zapleten postopek, ki bi ga bilo treba izvesti znova za vsako verigo posebej. Zelo 
verjetno je tudi, da se glede na populacijsko in tržno majhnost Slovenije, razvijalci podatkovnih 
verig ob snovanju načina podpisovanja pametnih pogodb ne bi preveč ozirali na lokalne 
regulatorne zahteve.  
Posebna kategorija je še varen elektronski podpis, ki je pomembnejši kot »navaden« elektronski 
podpis, saj zakon izrecno določa, da je varen elektronski podpis, overjen s kvalificiranim 
potrdilom, glede podatkov v elektronski obliki enakovreden lastnoročnemu podpisu ter ima 
zato enako veljavnost in dokazno vrednost.47 Njegova slaba stran je, da si ga v praksi ne 
moremo predstavljati brez overiteljev, ki izdajajo potrdila v elektronski obliki Ta potrdila 
povezujejo podatke za preverjanje elektronskega podpisa z določeno osebo (imetnikom 
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potrdila) ter potrjuje njeno identiteto.48 Overitelja lahko razumemo kot posrednika, ki ga 
potrebujemo, da lahko sklenemo pametno pogodbo in mu moramo zaupati, da je dovolj skrbno 
preveril identiteto nasprotne stranke. Takšni posredniki pa so prav tisto čemur se sklepanje 
pogodb s tehnologijo veriženja podatkovnih blokov želi na vsak način izogniti. Še vedno velja 
tudi zgoraj omenjena določba, ki prepoveduje odrekanje veljavnosti neoverjenim elektronskim 
podpisom a glede na to, da zakon sam vpeljuje razlikovanje med obema tipoma podpisov, je 
jasno, da ima neoverjen manjšo težo.  
Dodatne zahteve pred pametne pogodbe kot listine postavlja še drugi odstavek 57. člena OZ, ki 
hkrati dobrodošlo razširi pojmovanje listine, ko pravi, da ima enake učinke kot listina katerikoli 
način ali oblika sporočanja, ki ohranja zapis besedila neokrnjen in ki omogoča preverjanje 
izvora besedila z uporabo splošno sprejetih sredstev. Določba se povezuje z ZEPEP, ki 
relevantne pojme podrobneje razčleni. Ohranjanje neokrnjenega zapisa je bistvena značilnost 
tehnologije veriženja podatkovnih blokov, zato je zahteva, da so podatki v elektronski obliki 
dosegljivi in primerni za kasnejšo uporabo, izpolnjen. Žal takoj naslednji odstavek 13. člena 
ZEPEP omeji uporabo elektronske oblike sklepanja pravnih poslov za 8 skupin (pomembnejših) 
pravnih poslov, ki tako zaenkrat ostajajo v izključni domeni klasičnih listin in izven dosega 
pametnih pogodb. Za učinek listine mora imeti oblika sporočanja omogočati še preverjanje 
izvora besedila z uporabo splošno sprejetih sredstev. Izvor besedila je po navadi jasen, pripravili 
sta ga stranki, ki sta podpisali pogodbo. Ob razrešitvi zgornjih dvomov o uporabi elektronskega 
podpisa, kot ga zahteva slovenska zakonodaja, bi bila lahko tudi ta zahteva s strani pametnih 
pogodb izpolnjena. V nasprotnem primeru pa bi bilo ugotavljanje izvora oteženo, še posebej, 
ker določba zahteva uporabo splošno sprejetih sredstev. Glede na to, da ustvarjanje pametnih 
pogodb zahteva bolj specializirano znanje kot ustvarjanje klasičnih pogodb, je razumljiva 
argumentacija, da se izvora besedila s splošno sprejetimi dejstvi ne da določiti. Posledično pa 
pametnim pogodbam grozi, da ostanejo brez statusa listine. To vsekakor ni usodno za njihov 
prihodnji razvoj, še posebej če se upošteva njihovo samodejno izvrševanje, ki zmanjša (ne pa 
izniči) možnost nastanka sporov in posledične potrebe po ugotavljanju vsebine pogodbe, vendar 
ga niti ne olajšuje. 
Za stranki vedno ostaja možnost, da se v skladu z drugim odstavkom 54. člena OZ sami 
dogovorita, da bo zanju le pogodba zapisana v določenem programskem jeziku z uporabo 
določene verige podatkovnih blokov veljavna (razen za pravne posle, kjer zakon zahteva zapis 
v obliki listine, pametna pogodba pa pogoja ne izpolnjuje). Prav tako je mogoče, v najslabšem 
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primeru, ko zapisa s pomočjo tehnologije v skladu z ZEPEP in OZ ne bi šteli za pisno obliko, 
računati na konvalidacijo po 58. členu OZ, če sta stranki v pretežnem delu izpolnili obveznosti, 
ki so nastale iz pogodbe, razen če iz namena, zaradi katerega je oblika predpisana, očitno ne 
izhaja kaj drugega. 
 
2.5 Sklepanje pametnih pogodb s potrošniki 
Že v drugi polovici 20. stoletja je v civilnem pravu prodrlo spoznanje, da prihaja v okoliščinah 
klasične, na liberalizmu in osebni svobodi ter odgovornosti zasnovane pogodbene avtonomije 
do nekaterih strukturnih motenj pogodbenega ravnovesja, ki ovirajo uveljavljanje interesov dela 
tržnih udeležencev – fizičnih oseb, ki so končni porabniki blaga in storitev. Pogodbena 
avtonomija lahko svojo vlogo omogočanja svobodne izmenjave dobrin učinkovito opravlja le, 
če imata obe stranki približno enak pogajalski položaj. Če je ena bistveno močnejša, bo 
praviloma uresničila svoje interese ne glede na interese šibkejše stranke. Iz tega dejstva izvirajo 
težnje po omejitvi pogodbene avtonomije tako, da da se stranki o nekaterih pravicah 
potrošnikov oziroma obveznostih podjetij ne moreta pogajati, saj so kogentno določene.49 
Ker se šibkejša stranka ne more pogajati o vsebini pogodbe, lahko izbira le med tem, ali bo 
sklenila pogodbo ali ne. Če na trgu ne deluje konkurenca, je tudi izbira sopogodbenika omejena, 
saj pogodbena stranka ne more izbirati, ali bo zadovoljila osnovne človeške potrebe, zaradi 
katerih sklepa pogodbo.  Razlog za posebno obravnavno potrošnikov v pogodbenih razmerjih 
je tudi informacijsko neravnotežje (asimetrija). Ena od strank zaradi slabšega poznavanja 
relevantnih dejstev svojih interesov ne more ustrezno uveljaviti. Slabša seznanjenost stranke 
ima lahko različne razloge: pomanjkanje izkušenj, odsotnost strokovne usposobljenosti, 
zavajajoče informacije s strani sopogodbenika, pomanjkanje časa za podrobno seznanjanje s 
predmetom pogodbe itn. Zaradi teh vzrokov pravo varstva potrošnikov zasleduje interese 
informiranja in varstva pred zavajanjem ter varstva ekonomskih interesov potrošnika, prav tako 
pa želi spodbuditi tudi učinkovito pravno varstvo. Potrošnik je varovan glede na svojo tržno 
vlogo in ne glede na to, ali glede na osebne sposobnosti in okoliščine v konkretnem primeru 
potrebuje varstvo. Varovan je le v pravnih razmerjih s podjetji, ne pa tudi z drugimi potrošniki. 
Varstvo tudi ni celovito, ampak je omejeno na določene pogodbe in določene situacije. Velik 
del varstvenih določb se nanaša na obveznosti podjetja glede seznanjanja potrošnikov z 
določenimi informacijami pred in ob sklenitvi pogodbe.50 Potrošniku je tako na primer pri 
pogodbi, ki je sklenjena med podjetjem in potrošnikom na podlagi organizirane prodaje na 
                                                 
49 Obligacijski zakonik z uvodnimi pojasnili (2017) 77. 
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daljavo ali sistema opravljanja storitev brez istočasne fizične prisotnosti pogodbenih strank z 
uporabo enega ali več sredstev za komuniciranje na daljavo (»pogodba sklenjena na daljavo« 
kot jo opredeli 43. člen Zakona o varstvu potrošnikov (ZVPot))51 priznana pravica, da v 14 
dneh od pridobitve dejanske posesti nad blagom, obvesti podjetje, da odstopa od pogodbe, ne 
da bi mu bilo treba navesti razlog za svojo odločitev.52 Posebno varstvo je predvideno tudi v 
primerih, ko se pogodbe sklepajo na podlagi modela, ki ga v obliki obrazca ali drobnega tiska 
vnaprej določi ena – praviloma gospodarsko močnejša – stranka, druga pa se o vsebini pogodbe 
praviloma ne more pogajati (sklepanje pogodbe na podlagi splošnih pogojev poslovanja). 
ZVPot določa kdaj splošni pogoji postanejo del pogodbe, ter omogoča sklicevanje na 
nepoštenost in s tem povezano neveljavnost posameznih določb. Varstvo potrošnikov se razteza 
tudi v mednarodno zasebno pravo in mednarodno civilno procesno pravo, saj sta določeni 
pristojnost sodišča države potrošnikovega bivališča in uporaba njegovega domačega prava.53 
Da bi sklepanje pogodb s tehnologijo veriženja podatkovnih blokov zares zaživelo in 
pripomoglo k dostopnejši uporabi pravnih instrumentov, bi lahko bili potrošniki ena od prvih 
skupin, ki pametne pogodbe množično uporablja.  Prav potrošniki vsakodnevno sklepajo veliko 
število pogodb z gospodarskimi družbami, velika večina teh pa je prav tako pravno nezahtevnih 
in tako primernih za urejanje s pametnimi pogodbami. Bo pa takšna novost potrebovala nekaj 
časa, da spremeni navade ljudi in jo ti začnejo uporabljati. Podatkovni bloki in način potrjevanja 
transakcij, ki poteka na široko razčlenjenem omrežju, sta zaradi odsotnosti centralne avtoritete, 
ki bdi nad celotnim sistemom privlačni ideji. Zavest o tem, da sklenjeno pogodbo ureja veliko 
število med seboj neodvisnih posameznikov, lahko bistveno pripomore prav k odpravljanju 
vzrokov, zaradi katerih je bil nastanek prava varstva potrošnikov potreben. Različna 
gospodarska moč strank se lahko kompenzira z dejansko pravno uravnoteženostjo. Drži, da bo 
večino vseh pogojev sklenitve pravnega posla pripravila gospodarsko močnejša stranka, vendar 
bo ta pogodba prosto dostopna vsem, od uporabniškega vmesnika, ki jo bo predstavljal, do 
dejanske kode in transakcij, ki jih potrjujejo vsi, mogoče celo potrošniki sami, če se odločijo 
igrati vlogo rudarjev. Slednje je za večino potrošnikov malo verjetno, bodo pa v procesu 
zagotovo udeležene organizacije za varstvo pravic potrošnikov. Zaradi transparentnosti, ki jo 
tehnologija prinaša, jim bo omogočeno redno pregledovanje pogodb, ki jih podjetja uporabljajo 
in zgodnje opozarjanje potrošnikov na določene pogoje, ki bi lahko bili nepošteni (ter v skladu 
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s 23. členom ZVPot posledično nični). Takšno delovanje pripomore k vnaprejšnjemu 
ozaveščanju potrošnikov o potencialno neugodnih določilih in posledično bolj suverenemu 
vstopanju v pravne posle s subjekti na trgu. Ne glede na to, ali bi se s podrobnostmi pametnih 
pogodb ukvarjali sami ali pa s pomočjo organizacij za zaščito svojih pravic, bi bil manevrski 
prostor podjetij v zvezi s poštenostjo njihovega poslovanja precej skrčen. Hkrati pa takšen 
aktiven pristop k potrošniški problematiki odpira nove možnosti konkurenčnega boja med 
samimi podjetji in dodatnem povečevanju tržne moči potrošnikov. Prvo podjetje, ki se odloči 
za sklepanje pogodb s tehnologijo veriženja podatkovnih blokov, bi si v primeru, da bi bile 
pogodbe kvalitetno napisane, priborilo določeno konkurenčno prednost. Ta v kombinaciji z 
dobro publiciteto visoko transparentnih pametnih pogodb pritegne večje število potrošnikov, 
kar v podobna dejanja prisili še konkurenčna podjetja, potrošnikom pa povrne del pogajalske 
moči, jih informira v zvezi z njihovimi pravicami in olajša sklepanje pogodb.  
Do določene mere bo treba pravo tudi prilagoditi, da bo takšno sklepanje pogodb v praksi 
možno. Trenutna pravila določajo, da (pogodbeni) pogoji zavezujejo potrošnika le, če je bil 
pred sklenitvijo pogodbe seznanjen z njihovim celotnim besedilom, seznanjen pa je bil, če ga 
je podjetje na pogoje izrecno opozorilo in če so mu bili dostopni brez težav. Prav tako morajo 
biti pogodbena določila jasna in razumljiva.54 Glede same seznanjenosti, pametne pogodbe 
pogoje hitro izpolnijo. Potrošnik mora biti opozorjen, da sklepa pametno pogodbo, na voljo pa 
mu mora biti vsa koda in kolikor je smiselno, njen prepis v naravni jezik. Na tej točki pa se 
lahko pojavijo težave. Sama programska koda ne more izpolnjevati pogoja jasnosti in 
razumljivosti, vsaj v zvezi s povprečnim potrošnikom ne. Njeno prečrkovanje v človeku 
razumljiv jezik pa po naravi stvari s seboj prinaša netočnosti in praznine. Da pa ne bi zaradi 
tega zavrgli vseh pozitivnih lastnosti, ki jih omogoča pametna pogodba, bi bilo smiselno 
dopustiti objavo človeku berljive vsebine pogodbe z jasnim opozorilom, da v primeru nasprotij 
med njo in kodo pametne pogodbe prevlada slednja. Kadar bi podjetje morebitne nedoslednosti 
izkoriščalo, bi bil potreben odziv pristojnih organov in potrošniških organizacij, podobno kot 
pri klasičnih pogodbah, seveda pa velja, da je treba nejasna določila razlagati v korist 
potrošnika.55 
  
                                                 




2.6 Polpametne pogodbe? 
Na tej točki je že mogoče reči, da pametne pogodbe s seboj prinašajo precej dobrega, a tudi celo 
vrsto omejitev. V imenu praktičnosti in vsaj začetne množičnejše uporabe pametnih pogodb se 
je treba sprijazniti s tem, da celotne pametne pogodbe kmalu ne bodo zaživele. Verjetno pa si 
lahko obetamo vsaj uporabo dela določb v pogodbah, ki bi odkazovale na uporabo tehnologijo 
veriženja podatkovnih blokov  Nato bo razvoj potekal postopoma od samoizvršljivih pametnih 
pogodbenih določil v preprostih pogodbah do kompleksnejših pogodb, ki bodo imele v celoti 
digitalizirano tako sklenitveno kot tudi izpolnitveno fazo.56  
V tem smislu je zanimiv koncept rikardijanskih pogodb. Rikardijanska pogodba je elektronski 
dokument, v katerem je med strankama dogovorjeno pogodbeno besedilo zapisano v dveh 
oblikah in sicer v običajnem pravnem jeziku in računalniško berljivem jeziku, ki združuje 
elemente naravnega jezika in programske kode. Besedilo v naravnem jeziku omogoča, da 
pogodbo interpretirajo ljudje, različica v formaliziranem jeziku pa je namenjena strojni 
berljivosti, razumevanju in obdelavi pogodbe, da se doseže čim večja stopnja avtomatizacije 
pri njenem sklepanju, izvrševanju in interpretaciji.57 Rikardijanske pogodbe tako omogočijo, 
da se na ravni posamezne določbe uporabi ravno pravšnja mera avtomatizacije. Nekatera 
izvršitvena ravnanja so tako lahko popolnoma avtomatizirana, kadar pa pogodba naleti na 
nedeterministično določbo, pa nadzor nad interpretacijo in izvajanjem vrne človeku.58 
Vmesno obdobje bo vsekakor zanimivo. Prinašalo bo nove izzive, ko bo treba uporabo 
ustaljenih pravnih pravil na inovativne načine aplicirati tako na klasičen del pogodbe, kot na 
»pametni« del. Pojavila se bodo zgoraj opisana vprašanja, katerih odgovori se bodo lahko 
razlikovali glede na to na kateri del pogodbe se nanašajo, takšna nasprotja pa bo treba rešiti z 
veliko občutka za tehnično podlago pametnih določil in z jasnim namenom, da se pogodba 
obdrži v veljavi. V najslabšem primeru se lahko pogodbena klavzula izkaže za nično, vendar to 
ne pomeni, da bo nična tudi sama pogodba, če lahko obstane brez ničnega določila in če to 
določilo ni bilo ne pogodbeni pogoj ne odločilen nagib, zaradi katerega je bila pogodba 
sklenjena.59 Na ničnost pazi sodišče po uradni dolžnosti,60 kar pomeni, da bodo nujna dodatna 
izobraževanja sodnikov s področja pametnih pogodb. V nasprotnem primeru najverjetneje 
nimajo svetle prihodnosti, vsaj, ko trčijo ob uveljavljene sisteme reševanja sporov ne. To pa bi 
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predstavljalo izgubljeno priložnost tako za gospodarstvo, ki s pametnimi pogodbami pridobi 
možnost kvalitetnega urejanja odnosov na finančno ugoden način, kot za pravno vedo, ki bi s 
šibkim znanjem zaostala za tehnološkim razvojem in ga tako ne bi mogla podpirati na svojem 
matičnem področju.  




3. Jezik in razlaga 
 
Pri pojasnjevanju vsebine pametne pogodbe bo potrebno odgovoriti tudi na vprašanje razlage 
posameznih pojmov, ki bodo določeni v programskem jeziku, v katerega bodo prenesena 
pravne pravice in obveznosti.  
Pri siceršnji razlagi pravnih pravil za izhodišče vzamemo praktičnosporazumevalni jezik, ki ga 
pomensko določamo glede na vsakdanjo in splošno rabo. Naslednja raven so izrazi in besede, 
ki imajo v pravu drugačen pomen, kot jim gre v vsakdanjem jeziku. Tretja plast pa so pravni 
izrazi, ki so sad pravnega in pravniškega jezika ter imajo kot taki vedno poseben pravni pomen. 
K vsemu temu strokovnem izrazju sodi tudi tista plat zakonskega jezika, pri kateri zakon posega 
na druga strokovna področja in to izrazje prevzema v zakonski jezik, seveda v senci pravnega 
(normativnega) konteksta, saj je lahko ta druga terminologija ustrezno spremenjena in 
dopolnjena.61 Kako pa bo terminologija spremenjena in dopolnjena, ko bo zapisana v enem od 
programskih jezikov? V tem primeru bi se soočili s povsem novimi okoliščinami, saj je takšen 
jezik namenjen računalnikom in njihovim sposobnostim. Lahko bi celo rekli, da bo množična 
uporaba pametnih pogodb s sabo prinesla precejšnje poenostavitve, celo regresijo v razvoju 
pravne argumentacije. Ker je, kot je zapisano zgoraj, v bližnji prihodnosti računati le na 
pametne pogodbe, ki ne uporabljajo kakršnihkoli odprtih (pravnih ali drugačnih) pojmov, 
veliko pravzaprav ne bo ostalo odprtega razlagi. 
Čeprav nejasnosti v programskih jezikih prav tako obstajajo, jih je precej manj kot v trenutnem 
svetu razlage pravnih pravil zaradi dejstva, da lahko računalniška koda razume le omejeno 
število pojmov, ki je precej manjše od obsega domišljije povprečnega pravnika. Pomensko 
odprt programski jezik nima velike uporabne vrednosti, ker je prav predvidljivost računalnikov 
tista, ki jim daje pomemben del njihove koristnosti. Za dvome o pravem pomenu izrazov je tako 
manj verjetnosti, ko pravniki oziroma programerji, ki jih ti najamejo,  zapišejo pogodbe v kodo 
in ne v naravni jezik. Umetno ustvarjen jezik, ki ga govorijo računalniki, mora biti nujno 
izpopolnjen in v celoti definiran, medtem ko so naravni jeziki neskončni v številu in pomenski 
širini svojih besed. Vsebino računalniške kode določa natančna skupina pravil, medtem ko 
pomenska odprtost naravnega jezika vedno kliče po različnih oblikah interpretacije.62 
Kar zadeva pametne pogodbe, ki vsebujejo razmeroma preproste pravice in obveznosti, kjer se 
torej uporabljeni pojmi trdno držijo svojega pomenskega jedra, kar je tudi zahteva 
programskega jezika, da je lahko uporabljen, večjih težav ne gre pričakovati. Moč je celo reči, 
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da je razprava o razlagi brezpredmetna, gre vendar za pogodbe, ki se bodo ob izpolnjenih 
pogojih izvršile samodejno. Stranki, ki bi čutila, da je pogodba njeno voljo udejanjila po neki 
svoji programirani razlagi, niti ne bi imela sredstva nasprotovanju izpolnitvi. Lahko le upa, da 
se tudi nasprotna stranka strinja, da je pametna pogodba v svojem izpolnjevanju šla svojo pot 
in tako skleneta novo (pametno) pogodbo s katero izničita učinke prve. Svojo veljavo pa pri 
razlagi pravnih pogodb gotovo izgubijo pravna načela. Ta s svojo vsebinsko nadrejenostjo 
pomensko sodoločajo  vsebinsko odprti in večpomenski zakonski jezik v katerem so vsebovana 
pravna pravila in pomagajo, da se dokopljemo do določenih pravnih pravil, ki so edino kot 
takšna lahko temelj za odločitev v konkretnem primeru.63 Zaradi svoje vsebinske odprtosti, ki 
pri razlagi klasičnih pravnih določil pomaga, da zajamejo najrazličnejše dejanske stanove, jih 
programski jeziki ne morejo vključiti v svoje delovanje. Pametne pogodbe tako vodijo v 
preprostejši svet prava kar zadeva njegovo razlago, s tem pa mu jemljejo tudi del sposobnosti, 
da ureja vse oblike odnosov med ljudmi.  
Poseben izziv prinašajo zakonske določbe, ki so sicer neproblematične, kot na primer Zakon o 
javni rabi slovenščine64, ki v 14. členu določa, da vse pravne osebe zasebnega prava in fizične 
osebe, ki opravljajo registrirano dejavnost poslujejo s strankami na območju Republike 
Slovenije v slovenščini. Velika večina programskih jezikov je močno orientiranih k angleščini, 
pa tudi sicer so programski tako strogo formalni in v pomenu besed neodvisni od vsakdanjega 
jezika, da ta pogoj pri uporabi pametnih pogodb ne bi bil izpolnjen. To pa ne pomeni, da ne 
more biti v slovenščini uporabniški vmesnik med pametno pogodbo in stranko oziroma je lahko 
na voljo povzetek bistvenih določb pogodbe v slovenskem jeziku. Glede na to, da je poslovanje 
širok pojem, bi ga na ta način tudi pametne pogodbe lahko izpolnile.  
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4. Prenehanje veljavnosti in spreminjanje pametne pogodbe  
 
Vezanost na pogodbo in z njo povezano zaupanje sta za razvito tržno gospodarstvo zelo 
pomembna. Zato si po tem, ko nasprotna stranka prejme zavezujočo pravnoposlovno izjavo 
stranke, katere posledica je veljavna pogodba, stranka ne more več preprosto premisliti in uiti 
iz pogodbe. V imenu pravičnosti, pa pravni redi v nekaterih položajih vendarle omogočajo eni 
pogodbeni stranki, da doseže prenehanje pogodbe.65 
V pametni pogodbi, ki temelji na tehnologiji veriženja podatkovnih blokov, so pogodbeni 
pogoji zapisani v programskem jeziku, nato pa se pametna pogodba po navadi prenese na verigo 
podatkovnih blokov. Tam se samodejno izvrši brez posebnega posredovanja ali pomoči 
pogodbenih strank. Potrebna je le izpolnjenost predhodno določenih pogojev. Dodatno je 
pametna pogodba sposobna preprečiti nepooblaščene spremembe v svojih notranjih pravilih. 
Posamezna stranka tako ne more preprečiti izvršitve pametne pogodbe ali pa spremeniti njene 
vsebine. Avtonomni programi, ki se nahajajo na verigah blokov, lahko tečejo neomejeno dolgo 
in so sprogramirani, da vsebujejo široko paleto logike. V primeru, da se zgodi dogodek, ki je 
bil predhodno določen v pametni pogodbi in potem, ko transakcija z relevantnimi podatki dospe 
na naslov pametne pogodbe, veriga blokov izvrši programsko kodo.66  
Zaradi razčlenjenega zapisa med različnimi računalniki in časovnega žiga vsakega bloka je 
njegovo vsebino oziroma potek izvajanja skoraj nemogoče spremeniti. Dogovor se izvede 
natančno tako, kot je programiran, brez nevarnosti prekinitve, spremembe ali drugega vpliva 
nasprotne stranke ali tretjih oseb. Prav odprto decentralizirano verigo podatkovnih blokov lahko 
namreč štejemo za primer posebne varnostne tehnologije, ki velja za neustavljivo in v 
tehničnem smislu ne more odpovedati ne glede na različna zlonamerna dejanja, izpade 
električne energije, motnje v omrežju, naravne katastrofe ali katere koli druge mogoče dogodke. 
Posledično je uporabnik lahko prepričan, da se bo dogovor vedno izvedel na točno določen 
način. S tem je v primeru izpolnitve pogojev zajamčena izpolnitev obveznosti obeh pogodbenih 
strank.67 Pametne pogodbe v skladu s svojo strogo programersko logiko izjemno natančno 
določajo zakodirane pravice in obveznosti, četudi so zaenkrat zmožne tega le v zvezi s 
pomensko ozkimi pojmi. Vsakršna človeška aktivnost v zvezi z izvrševanjem pravic in 
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obveznosti je izključena, kar da pametnim pogodbam nekakšno avro nepristranskosti in 
prepričuje v popolno nespremenljivost, ki prinaša zelo visoko stopnjo pravne varnosti.  
Hkrati pa lahko negativno lastnost pametnih pogodb predstavlja prav njihova togost. To 
pomeni, da je vsebino pogodbe kasneje težje spreminjati in prilagajati spremenjenim 
okoliščinam ali pa novim željam pogodbenih strank. Nefleksibilnost pametnih pogodb je 
običajno rezultat nedovršenosti programske kode, saj bolj kot je programska koda 
vseobsegajoča, bolj se lahko pametna pogodba prilagaja oziroma bolj "pametna" je. Kljub temu 
pa bo presojanje veljavnosti pogodbe v primerih, ko stranki nista mogli pogodbeno predvideti 
okoliščin, ki so se kasneje spremenile, še vedno v domeni sodišča. Pri pametnih pogodbah je 
večkrat omenjeno, da bi za takšne primere vsebovale posebne arbitražne klavzule.68 
Določbe pametne pogodbe, ki jo je omrežje blokov sprejelo in dodalo v verigo, ni mogoče 
spremeniti, kar je bistvo te tehnologije. Spreminjanje pametnih pogodb je zato oteženo, a še 
vedno možno. Glede na to, da se morajo o spremembi soglašati vse pogodbene stranke, se lahko 
odločijo za novo pametno pogodbo z več podobnih obveznosti kot v prvi oziroma 
spremenjenimi obveznostmi ali določijo, da vsak prejeto od nasprotne stranke vrne in tako v 
bistvu sporazumno dosežejo prenehanje veljavnosti pogodbe. Večji izziv bistvu tehnologije 
veriženja podatkovnih blokov predstavlja prenehanje veljavnosti pogodbe brez konsenza 
strank. Kadar so vsa izpolnitvena ravnanja popolnoma avtomatizirana, lahko stranka le še skuša 
vplivati na izpolnitvene pogoje, sicer se bo pogodba izpolnila ne glede na njeno voljo, kar je 
ena od pomembnejših pomanjkljivosti pametnih pogodb. 
4.1 Razdor pogodbe in problem zaupanja 
Prekinitev veljavnosti, ki jo zahteva le ena stranka, bo zanjo težaven podvig. Njena 
sopogodbenica, ki želi ostati v pogodbenem razmerju (četudi slaboverno, ker je razlog za razdor 
njena kršitev) je takoj v bistveno boljšem položaju, saj sklenjena pogodba že živi svoje življenje 
na omrežju verige blokov.  Pri klasičnih pogodbah stranki, ki je svoje obveznosti izpolnjevala 
ni treba v nedogled vztrajati v negotovem razmerju, ampak lahko pod določenimi pogoji 
pogodbo z enostransko izjavo razdre in svoje potrebe pokrije drugje, od sopogodbenice pa 
zahteva povrnitev škode, izpolnjene morajo biti le določene predpostavke. Stanka, ki želi 
pogodbo razdreti, mora nasprotni stranki pustiti primeren naknadni rok69,  seveda po tem, ko ta 
ni izpolnila obveznosti v roku, ki je določen za izpolnitev.70  
                                                 
68 Setnikar, Šutanovac (2016) Pravni vidiki tehnologije veriženja blokov - 1. del.  12. 
69 drugi odstavek 105. člena OZ 
70 Možina (2011). Razdor, odpoved in odstop od pogodbe. Pravni letopis 58, 61 
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Pogodbe sklenjene s tehnologijo veriženja podatkovnih blokov, naj bi zaradi svoje 
nespremenljivosti in samodejnega izvrševanja varovale stranki pogodbe prav pred 
neizpolnitvijo. Računalniška koda v zvezi z izpolnitvijo zelo verjetno ne bo zatajila. Vendar za 
(pametno) pogodbo želimo, da ima učinke tudi izven sveta ničel in enic. Zatorej je vsak digitalni 
mehanizem, ko pride do izpolnitvenih ravnanj, ki jih takšna pogodba zahteva, odvisen od 
zunanjega dejavnika. Pametne pogodbe, ki ne prenašajo le podatkov o finančnih transakcijah, 
bodo ob sebi vedno zahtevale zgoraj opisane oraklje, ti pa so ranljivi za neizpolnitev v enaki 
meri kot udeleženci pri izvajanju klasičnih pogodb.  
Odvisnost pametnih pogodb od sveta izven verige podatkovnih blokov ponovno odpira tudi 
problem zaupanja. V pravnem redu so se oblikovali številni pravni instituti,  ki  varujejo  
izpolnitev  oziroma  utrjujejo  obveznost,  kot  so  na  primer  različne  vrste  zavarovanj,  pravila  
o  pogodbeni  kazni  in  ari  ter  drugi.  Zaupanje  v  to,  da  bo  nasprotna  stranka  izpolnila  
pogodbo,  je  v  sklenitveni  pogodbeni  fazi  ključnega  pomena.  Pogodba  je  običajno  
sklenjena,  če  imata  stranki  zadostno  stopnjo  zaupanja  v  to,  da  bo  nasprotna  stranka  
pogodbo tudi dejansko izpolnila, oziroma so zavarovanja  za  to  ustrezno  dogovorjena. Zaradi 
kompleksnih družbenih razmerij so se pojavili subjekti, ki med drugim  služijo  tudi  za  to,  da  
zagotavljajo  zaupanje in omogočajo enostavnejše poslovanje med strankami (notarji, banke, 
zemljiška knjiga, poslovni registri ipd.).71  
Tehnologija veriženja podatkovnih blokov želi v kar največji meri s takšnimi subjekti odpraviti. 
Zagovornike in razvijalce te tehnologije žene prav prepričanje, da mora biti zaupanje prosto,  in  
ne v rokah centralnih organizacij oziroma posrednikov, ki zaračunavajo za zagotavljanje 
zaupanja in povzročajo trenja pri opravljanju transakcij. V primeru sklenitve pametne pogodbe, 
noben  posamezni in centraliziran subjekt ne more vplivati  na podatke o transakcijah, saj se ti  
hranijo in upravljajo decentralizirano. Vsi podatki o transakcijah, ki so zapisani  v  posameznem  
bloku, so šifrirani, kar zagotavlja varnost in onemogoča zlorabe, saj lahko s podatki razpolaga 
zgolj upravičena oseba. Nenazadnje pa je decentralizirano tudi soglasje o vsebini podatkov,  
vpisanih v verigo podatkovnih blokov, kar omogoča izločitev posrednika, ki običajno  skrbi  za  
zagotavljanje  verodostojnosti.72 Teorija zveni obetavno, a hkrati s seboj prinaša tudi pasti. V 
svetu pred pametnimi pogodbami razvite institucije in posredniki so nastajale dolgo časa in se 
dobro uveljavile kot garant izpolnitve obveznost iz pogodb. Še pomembneje pa je, da se je v 
povezavi z njimi v večini primerov razvila obsežna regulativa, po navadi tem temeljitejša, čim 
                                                 





večji so ekonomski vložki pri udeleženih transakcijah.73 Relevantne norme so sprejete po 
postopku, ki je predpisan za vsak akt, ki jih vsebuje in javno objavljene. Pravila sprejema 
pristojni organ, najsibo neposredno izvoljen, kot je parlament, ali pa organi, ki jih izvoljeni 
poslanci imenujejo. Nad postopkom sprejema, dejanji udeležencev in vsebino akta pa bdijo 
sodišča. Celoten postopek je demokratičen in vsaj v teoriji odvisen od volje vseh volivcev 
določene države. Postopki sprejemanja pravil so pogosto dolgi, okorni in se počasi odzivajo na 
spremembe v družbi, podobno velja tudi za same posrednike, še posebej, če pridobijo ali jim je 
podeljen monopol nad izvajanjem določene storitve.  
Alternativa, ki jo ponuja tehnologija, z zagotavljanjem razčlenjenih podatkovnih baz in velikim 
številom udeležencev omrežja, ki iščejo konsenz v skladu z nespremenljivo zakodiranimi 
pravili lahko reši številne izzive s katerimi se manj uspešno bojujejo klasični posredniki in 
institucije. Novost obljublja boljšo odzivnost, ki jo s seboj prinese digitalni medij delovanja in 
rešitve, ki so bolj po meri vsakega (veščega) uporabnika. Resničnost pa pokvari marsikatero 
dobro idejo in podobno se lahko zgodi tudi tehnologiji veriženja podatkovnih blokov. Veliko 
število udeležencev omrežja in številni rudarji se v praksi zaradi ekonomskih in tehničnih 
vzrokov pretvorijo v manjše število skupin, ki imajo na voljo ogromno računsko moč. Takšna 
konsolidacija rudarskega potenciala pa podvrže verigo blokov tveganju, ki ga prinaša napad z 
51 odstotki.  
Z nadzorom nad večino računske moči omrežja lahko napadalec ali skupina napadalcev 
manipulira s procesom ustvarjanja novih blokov. Napadalci lahko drugim rudarjem preprečijo, 
da bi zaključili z ustvarjanjem svojih (pravilnih) blokov, kar jim v teoriji dovoljuje 
monopolizacijo rudarjenja in posledično zaslužek v obliki nagrad, ki jih rudarjenje kot 
vzpodbudo za vzdrževanje prinaša. Višina te nagrade se z vrednostjo določene kriptovalute 
spreminja, posledično pa enako velja za privlačnost napada z 51%. Napadalci lahko prav tako 
blokirajo transakcije drugih uporabnikov. Lahko ustvarjajo svoje transakcije in jih potem 
umaknejo, kot, da zneska valute niso nikdar potrošili. Takšna ranljivost je znana kot problem 
dvojne porabe (ang. double spending) in je digitalni ekvivalent popolnemu ponaredku. Prav to 
oviro želi tehnologija veriženja podatkovnih blokov s svojim načinom delovanja premagati, kar 
pomeni, da je opisan sovražni prevzem verige lahko zanjo pomeni smrt, prav gotovo pa ji precej 
uporabnikov nikoli več ne bi zaupalo. Po napadu ostanejo pristni le starejši bloki, ki jih je 
                                                 
73 Dober primer je Zakon o bančništvu oziroma njegovi vsebinski predniki, ki so se kljub urejanju iste materije 
skozi leta razširili za večkratnik svojega začetnega obsega.  
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omrežje potrdilo pred napadom, na splošno velja, da starejši kot je blok, verjetneje je, da je 
njegova vsebina dejansko pravilna.74 
Potemtakem je na mestu je vprašanje v kolikšni meri, če sploh, lahko veriženje podatkovnih 
blokov nadomesti ustaljene sisteme uravnavanja pogodbenih odnosov med ljudmi.  
  
                                                 




Pravu se pregovorno očita, da je konservativna veda, da se na razvoj odziva počasi, ne prinaša 
prav veliko izumov in je prej ovira kot spodbuda razvoju. Kakopak, pravo po naravi stvari ne 
more biti najpropulzivnejše, saj je njegova temeljna naloga, da ureja odnose med ljudmi, 
odnose, ki že obstajajo in ne tistih, ki mogoče še bodo. Skladno s tem si prizadeva kar najbolje 
razumeti svet okoli sebe, tudi s pomočjo drugih ved in znanosti, da lahko kar najbolje opravi 
svojo nalogo. Tehnološki razvoj pa gre svojo pot, ki se od časa do časa križa s pravno. Prav to 
se je v zadnjih nekaj letih dogodilo z izbruhom uporabe tehnologije veriženja podatkovnih 
blokov, kljub temu, da so bile njene osnove znane že leta prej. Po vzponu in padcu vrednosti 
kriptovalut je ostala radovednost o uporabi tehnologije, ki jih podpira za koristnejše namene, 
tudi za sklepanje dogovorov. 
Tehnične lastnosti, ki tehnologijo veriženja podatkovnih blokov opredeljujejo, ji hkrati 
omogočajo, da postane alternativa klasičnemu sklepanju pogodb s črnilom na papirju in piksli 
na zaslonu. Obljublja bistveno zmanjšanje vloge vseh vrst posrednikov, ki sta jih pogodbeni 
prisiljeni uporabiti, ker si ne zaupata in želita zavarovati izpolnitev obveznosti v skladu s 
svojimi pričakovanji. Obljublja veliko mero avtomatičnega delovanja, ki stranki pogodbe 
odreši skrbi o morebitnih posledicah načrtnega ali malomarnega neizpolnjevanja medsebojnih 
obvez, za vse pa skrbi množica anonimnih računalnikov posejanih po vseh koncih sveta, kjer 
je še mogoč dostop do medmrežja. Pametne pogodbe si želijo spremeniti stoletja stare načine 
sklepanja pravnih poslov, pravo pa bi s tem pridobilo možnost ljudem predstaviti inovacijo, ki 
jim lahko dodobra poenostavi njihovo (pravno) življenje.  
Konkretne učinke, ki jih ima tehnologija na svet prava, so v prvi vrsti seveda odvisne od njenih 
dejanskih zmožnosti. Te zmožnosti pa v primeru tehnologije veriženja podatkovnih blokov 
pustijo dvome, mimo katerih se ne sme. Če želimo oceniti oprijemljivo vrednost, ki jo lahko 
pametne pogodbe prinesejo, je treba jasno izpostaviti njihove pomanjkljivosti. Dokler pametnih 
pogodb ne bo podpirala umetna inteligenca oziroma podoben revolucionarni tehnološki preboj, 
so pametne pogodbe v svoji funkciji relativno preprost računalniški program, ki ni zmožen 
precej več od linearnega sklepanja. Dobro razume preprost, črno-bel dejanski stan, ki se 
učinkovito prevede v strojno berljiv jezik. Blizu so mu številke, zato ne čudi, da se pametne 
pogodbe v največji meri uporabljajo v zvezi s transakcijami (kripto)valut.  Pamet pogodb je 
tako relativno omejena, zavaja pa tudi izraz »pogodba«. Tega si je treba prislužiti pod nadzorom 
veljavnega prava, dokazati usklajenost konsenza pogodbenih strank, njihovo strinjanje o vseh 
bistvenih sestavinah in veljavno izražanje njihove volje. Vsakršna transakcija ne more pridobiti 
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pravne veljave in zavezovati njihovih strank, pametne pogodbe pa imajo pred seboj še lep kos 
poti, preden se začnejo množično uporabljati.  
Velika škoda pa bi bila, če bi novost hitro zavrgli, kar se rado zgodi, ko je ta zapletena in zahteva 
trud, preden jo lahko praktično uporabimo. Pametne pogodbe je treba sprejeti kakršne so, z 
vsemi njihovimi slabostmi in prednostmi vred. Njihova uporaba za preproste finančne 
transakcije je prvi korak, od tu naprej pa je treba na njihovi uporabi graditi in jo izpopolnjevati. 
Jasno je, da se bo polje uporabe širilo počasi, a področjem, ki se jih bodo dotaknile, lahko 
prinesejo mnogo koristi. Prvi bodo na vrsti preprosti pravni posli, če je le mogoče, takšni, ki se 
jih sklepa veliko, da tehnologija doseže in se predstavi širšemu krogu ljudi. Dodobra so jih že 
posvojili finančni trgi,75 primerne pa bi bile tudi za potrošniške pogodbe, od začetka seveda za 
preprostejše dobrine. Tako pridobljene izkušnje je treba vestno spremljati in se iz njih učiti, kar 
za pravnike predstavlja dodatno odgovornost. Zagotovo bodo pametne pogodbe trčile ob zid 
pozitivnega prava, ki jih bo omejeval, če jim bo prej sploh priznal veljavnost. Pomagati si je 
moč z ustvarjalno razlago, ki jo podpira dovolj dobro poznavanje konceptov tehnologije. 
Čeprav ima nekaj precejšnjih pomanjkljivosti, bi jo bilo napak že na začetku popolnoma 
zavrniti. Treba jo je znati uporabiti v skladu z njenimi (naraščajočimi) zmogljivostmi, ki lahko 
za uporabnike olajšajo sklepanje pravnih poslov, četudi niso računalniški strokovnjaki, niti 
pravniki. Slednjim bodo ob vložku v izobraževanje prinesle preobrazbo v načinu dela in jih 
rešile ponavljajočih se preprostejših opravil (ki še vedno zahtevajo natančnost!) ter tako 
sprostile pozornost za zahtevnejše naloge.  
Sklepanje pametnih pogodb pogosto spremljajo trditve o prednostih, ki jih prinašata razpršenost 
evidenc podatkov in posebni mehanizmi, ki zagotavljajo konsenz vseh udeležencev ter 
neodvisnost od vsakršne avtoritete. Dejstvo pa je, da nobena še tako napredna tehnologija ni 
nezlomljiva in enako velja za veriženje podatkovnih blokov. Napadi z 51% računske moči, ki 
verigo blokov vzamejo za svojega talca so povsem mogoči, četudi v precej primerih 
prohibitivno dragi. Za vzdrževanje podatkovnih verig velikokrat skrbijo maloštevilne skupine 
z veliko računsko močjo, ki so neposredno nasprotje demokratizaciji sklepanja in izvrševanja 
pogodb, ki ga tehnologija sicer obljublja. Ob tem je mamljivo ustvarjanje svojih, zasebnih 
podatkovnih verig za katere se lahko bolje skrbi in hitreje programsko posodablja brez iskanja 
širokega konsenza. Vendar se zdijo takšne verige kvečjemu še večje tveganje. Posameznik ali 
manjša institucija ima na voljo malo računske moči, ki je lahko še hitreje žrtev različnih vrst 
                                                 
75J. Ream, Y. Chu, D. Schatsky, Upgrading blockchains: Smart contract use cases in industry, URL: 
https://www2.deloitte.com/us/en/insights/focus/signals-for-strategists/using-blockchain-for-smart-
contracts.html?top (8.6.2016)  
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vdorov v informacijski sistem. Takšne po meri narejene verige njene uporabnike spet 
postavljajo v odvisnost od ene centralne avtoritete, ki določa pravila, kar je v nasprotju z 
pozitivnimi lastnostmi tehnologije veriženja podatkovnih blokov. Obstoječe institucije, državni 
organi in drugi posredniki, ki jim zaupamo so se razvijali skozi dolgo obdobje in jih kljub 
pomanjkljivostim še ne gre zavreči.  
V zvezi s sklepanjem pogodb je tehnologija veriženja podatkovnih blokov še na začetku svoje 
poti. Svoj tehnološki razvoj bo nadaljevala z ali brez podpore pravnikov. Čez čas lahko v pravni 
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