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Resumen. Propósito: el artículo presenta una reflexión sobre la evolución e impor-
tancia de los sistemas de información con los que cuenta el Instituto Nacional de Me-
dicina Legal y Ciencias Forenses y que soportan el sistema médico-legal en Colom-
bia. Descripción: se describe su evolución desde el registro de información manual 
en libros, hasta la aparición del computador y los primeros usos de herramientas de 
software como apoyo al servicio pericial; y cómo los sistemas de información se han 
ido convirtiendo en una respuesta estratégica no solo para la adecuada gestión de 
la información generada de los diferentes procesos misionales, sino también como 
insumo esencial para la administración de justicia y para la toma de decisiones del 
Estado. Enfoque: lo anterior se plantea a partir de la experiencia profesional en in-
geniería y gobierno de tecnologías de la información de los autores en el Instituto, 
con base en la información y retroalimentación recibida de usuarios de los sistemas 
y colegas desarrolladores, y de la interacción con autoridades y consumidores de la 
información institucional. Conclusiones: se plantea una visión proyectiva para que a 
corto y a mediano plazo los sistemas de información que soportan el sistema médi-
co-legal se conviertan en fuente para la implementación y aplicación de estrategias 
y metodologías como la inteligencia de negocios, el big data y la minería de datos, 
entre otras. 
Palabras clave: big data, ciencias forenses, información, minería de datos, servicio 
pericial, sistemas de información.
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Information Systems at the Service of the 
Medical-legal System in Colombia
Abstract. Purpose: The article presents a reflection on the evolution and importance of 
information systems available to the National Institute of Legal Medicine and Forensic Sci-
ences that support the medical-legal system in Colombia. Description: Their evolution is 
described from the recording of manual information in books to the introduction of the 
computer and the first uses of software tools as an aid for the expert service; and how in-
formation systems have become a strategic response not only for the appropriate manage-
ment of the information generated by different mission processes, but also as an essential 
input for the administration of justice and decision-making by the State. Approach: The 
foregoing is based on the authors’ professional experience in engineering and information 
technologies governance at the Institute, based on the information and feedback received 
from system users and colleagues, and the interaction with authorities and consumers of 
institutional information. Conclusions: A projective view is proposed so that in the short 
and medium term the information systems supporting the medical-legal system become 
a source for the implementation and application of strategies and methodologies such as 
business intelligence, big data and data mining, among others. 
Keywords: big data, forensic sciences, information, data mining, expert service, information 
systems. 
Sistemas de informação ao serviço do 
sistema médico-legal na Colômbia
Resumo. Propósito: este artigo apresenta uma reflexão sobre a evolução e importância dos 
sistemas de informação com os quais o Instituto de Medicina Legal e Ciências Forenses 
conta e que apoiam o sistema médico-legal na Colômbia. Descrição: descreve-se sua evo-
lução desde o registro de informação manual em livros até o surgimento do computador e 
dos primeiros usos de ferramentas de software como apoio ao serviço pericial; além disso, 
como os sistemas de informação vêm se convertendo numa resposta estratégica não so-
mente para a adequada gestão da informação gerada dos diferentes processos missionários, 
mas também como insumo essencial para a administração de justiça e para a tomada de de-
cisões do Estado. Abordagem: essas constatações derivam-se da experiência profissional em 
engenharia e governo de tecnologias da informação dos autores no Instituto, com base na 
informação e retroalimentação recebidas de usuários dos sistemas e colegas programado-
res, bem como da interação com autoridades e consumidores da informação institucional. 
Conclusões: apresenta-se uma visão projetiva para que, em curto e médio prazos, os siste-
mas de informação que apoiam o sistema médico-legal tornem-se fonte para a implemen-
tação e aplicação de estratégias e metodologias como a inteligência de negócios, big data e 
a mineração de dados, entre outras. 
Palavras-chave: big data, ciências forenses, informação, mineração de dados, serviço 
pericial, sistemas de informação.
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Contexto
En Colombia, la Ley 938 de 2004, “Por la cual se 
expide el Estatuto Orgánico de la Fiscalía Gene- 
ral de la Nación”, define que el Sistema de Medicina 
Legal y Ciencias Forenses en todo el territorio na-
cional es organizado y controlado por el Instituto 
Nacional de Medicina Legal y Ciencias Forenses 
(en adelante inmlycf). Esto implica la obligatorie-
dad de la prestación de servicios considerados mi-
sionales en los campos de la patología, la clínica, la 
psicología, la psiquiatría y los laboratorios foren-
ses. En desarrollo del quehacer institucional, entre 
otras acciones, se captura, procesa, indexa, analiza 
y transfiere la información resultado de la atención 
a usuarios por lesiones de causa externa (fatales y 
no fatales), y del manejo de las evidencias de cada 
caso recibido. Por esta razón, fue necesario opti-
mizar el tratamiento y la organización de los datos, 
permitir el registro de todo el flujo de información 
por proceso y contar con la posibilidad de realizar 
una trazabilidad digital a dicha información. Por 
lo anterior, y con base en la experiencia y el poten-
cial humano institucional, se diseñaron, ajustaron 
e implementaron sistemas de información que res-
pondieran a todas estas necesidades.
Con este documento no derivado de investiga-
ción, se reflexionará sobre: la trayectoria de los sis-
temas de información misionales que atienden los 
procesos de patología y registro y búsqueda de per-
sonas desaparecidas (Sirdec), clínica, psicología y 
psiquiatría (Siclico), y laboratorios forenses (Sailfo); 
los retos del Instituto frente al contexto del big data 
[1]; el tratamiento de la información desde las pers-
pectivas normativa, organizacional y técnica; y el 
enfoque relacional del ciclo de información foren-
se frente a su importancia en la toma de decisiones 
institucionales y de gobierno.
Trayectoria de los sistemas de 
información en el inmlycf
En el momento de la creación del Servicio Nacional 
de Medicina Legal, el 29 de octubre de 1914, con la 
expedición de la Ley 53, en las oficinas de Medicina 
Legal en las capitales de departamento se contaba 
con una serie de planillas, cuadernos y demás regis-
tros en papel para consignar la información derivada 
de la prestación del servicio forense. Algunos de es-
tos registros son considerados hoy como documen-
tos históricos según criterios del Archivo General de 
la Nación, gracias a su relevancia y valor tanto para 
la administración de justicia, como para la academia 
y la investigación, entre otros. 
Sin embargo, fue solo ochenta años después, 
en la década de los noventa, cuando con el auge de 
los computadores y la llegada de internet al país 
(Ministerio de las Tecnologías de la Información, 
2012), se empezó a registrar dicha información en 
aplicaciones o softwares ofimáticos como WordStar 
[2]; y después bajo el concepto de bases de datos sis-
tematizadas. Se hizo en un principio de manera lo-
cal por punto de atención y sin la posibilidad de ser 
unificadas automáticamente con la información del 
nivel nacional. 
Se inició el tratamiento de la información con ba-
ses de datos hechas en el software Microsoft Access ® 
97, en algunos puntos de atención del Instituto, las 
cuales se manejaban en un esquema descentralizado 
y cada sede era autónoma de crear las variables y de-
terminar la información a recolectar de acuerdo con 
sus necesidades. Estas herramientas, que en su mo-
mento fueron un soporte efectivo suficiente, tiempo 
después ya no cumplieron con las necesidades insti-
tucionales para el registro de la información misio-
nal; año tras año los datos aumentaban y las limita-
ciones técnicas de la herramienta para la gestión de 
la información eran cada vez más evidentes.
Para el inmlycf, dar el adecuado tratamiento a 
su información no era posible, máxime cuando debía 
ejercer su rol como rector del sistema médico-legal 
y como ente de referencia en datos de violencia. Así 
mismo, crecía la urgencia de contar con informa-
ción asertiva que permitiera definir políticas de pre-
vención, por lo cual comienza a surgir la necesidad 
de hablar de “calidad del dato”. 
Fue así como el Banco Interamericano de 
Desarrollo (bid) apoyó, en el 2004, la homologación 
de estas bases de datos en clínica y patología, bajo la 
misma herramienta de Microsoft Access ®, pero con 
un esquema estandarizado. Sin embargo, se conti-
nuó en un modo operativo descentralizado, lo que 
implicaba generar archivos planos para enviar la in-
formación de manera periódica desde los puntos de 
atención hasta el nivel central para su consolidación.
Una vez la información llegaba al nivel central, 
requería diferentes procedimientos de depuración, 
análisis de inconsistencias y homologación, entre 
otros, lo que llegó a ser un proceso lento, poco prác-
tico y muy demandante de recurso humano. Fue así 
como surgió la necesidad de pasar de herramientas 
o aplicativos a contar con sistemas de información 
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robustos, que permitieran gestionar la información no 
solo respondiendo a las necesidades de los procesos 
internos, sino también atendiendo las disposicio-
nes legales y los nuevos retos que se venían para el 
Instituto; por ejemplo, la responsabilidad de admi-
nistrar el Registro Nacional de Desaparecidos.
A principios del segundo milenio, se inició una 
gestión institucional que permitió el desarrollo del 
proyecto de los sistemas de información adecuados; 
y mediante la interacción de esfuerzos financieros, 
de infraestructura y en especial de recurso humano, 
se implementaron los mencionados sistemas.
Gracias al trabajo interdisciplinar, profesiona-
les de las áreas de patología, clínica y laboratorios in-
teractuaron con un equipo de profesionales de Inge- 
niería (interno y externo) para plasmar en requeri-
mientos lo que necesitaban de cada sistema, y que sa-
tisficiera sus expectativas frente al proceso que desa-
rrollaban para asimismo atender las necesidades en 
cuanto a gestión y producción de información ins-
titucional. De esta experiencia, nacen las tres prin-
cipales líneas para cada sistema: patología, clínica y 
laboratorios, que evolucionaron en los sistemas de 
información misionales Sirdec, Sailfo y Siclico, de-
sarrollados en un entorno o ambiente web [3] para 
mejorar la experiencia entre usuario y sistema, que 
permitiera a su vez gestionar la información nece-
saria para responder a los diferentes frentes que el 
Instituto lidera en nuestro país.
Figura 1. Mapa de los sistemas de información que soportan la misión en el inmlycf [4]
Fuente: elaboración propia
Cada sistema de información cuenta con la 
complejidad estructural de los datos aplicados al ci-
clo de vida de la información forense. Se encuentran 
almacenados en servidores de cómputo físicos, ubi-
cados en el centro de cómputo principal del Instituto 
en la ciudad de Bogotá. Cuentan con una infraes-
tructura de seguridad perimetral para mitigar los 
riesgos de incidentes de seguridad informática. A su 
vez, están interconectados mediante canales corpo-
rativos privados ofrecidos por un proveedor de ser-
vicios de telecomunicaciones, lo que permite la dis-
ponibilidad y conexión a estos. Ahora bien, cada 
sistema de información relacionado en la gráfica del 
mapa de aplicaciones cuenta con su configuración 
técnica y su alcance dependiendo de la función que 
soporta, lo cual se describe a continuación:
Sirdec: Sistema de Información Red de 
Desaparecidos y Cadáveres, desarrollado en una pla-
taforma web con motor de bases de datos Sybase (sof-
tware de base de datos relacionales), en lenguaje Java. 
En esta misma plataforma, se derivan otras herra-
mientas de consulta y registro básicos como Sicomain 
(herramienta de consulta pública en internet que per-
mite generación de información desde el Sirdec, con 
fines de consulta y generación de reportes) y ada (he-
rramienta para el ingreso de audiencias públicas a las 
que citan a los profesionales vinculados a las áreas de 
clínica, psiquiatría, psicología y patología).
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Figura 2. Imágenes consultas públicas, Sicomain, Sirdec.
Fuente: elaboración propia
78 Artículo de reflexión Colombia Forense / Volumen 4 / Número 2 / octubre 2017
El Sirdec está integrado por dos módulos prin-
cipales: a) Cadáver, en donde se registra la trazabi-
lidad desde que ingresa la evidencia “cadáver” al 
Instituto hasta la entrega, así como la identificación 
y generación del informe pericial, capturando el flu-
jo forense completo; y b) Desaparecidos, en donde se 
recolectan los reportes realizados por los familiares 
de las personas desaparecidas. 
Este sistema de información cuenta con inter-
faces a sistemas de información internos como son 
Sailfo y lims en los laboratorios (software de base de 
datos de modelo relacional), lo cual permite trans-
ferir las evidencias registradas desde el Sirdec por el 
perito, así como la interacción con Siclico, que per-
mite la generación de alertas, por ejemplo: si el ca-
dáver en algún momento recibió atención en nues-
tros servicios de clínica, psicología y psiquiatría. El 
Sirdec también tiene interacción con otras institu-
ciones externas, como el Ministerio de Protección 
Social para la expedición del certificado de defun-
ción. Este sistema de información lo acceden usua-
rios internos y externos, para lo cual deben solicitar 
una cuenta de usuario y clave con el procedimiento 
estipulado por el Instituto, así se le asigna una cuen-
ta de acceso de acuerdo con el rol asociado a su la-
bor para mitigar el riesgo de accesos no autorizados. 
Los médicos rurales o médicos de las entidades 
de servicios de salud, que realizan labor médico-le-
gal en las regiones donde el Instituto no cuenta con 
sedes propias, ingresan a los sistemas de informa-
ción para registrar las actividades médico-legales 
que abordan, lo que permite contar con la informa-
ción indirecta de la misión institucional. En la ac-
tualidad, se continúan implementando estrategias 
con la finalidad de ampliar el ingreso al sistema de 
información y, por ende, minimizar la posibilidad 
de generar subregistros de información.
Siclico: Sistema de Información Forense de 
Clínica de Colombia, desarrollado en una plata-
forma web con motor de bases de datos sql server 
(software de base de datos de modelo relacional), en 
lenguaje Java. Soporta la realización del flujo foren-
se desde el registro del paciente hasta la entrega del 
Informe de Lesiones No Fatales. Cuenta también con 
un módulo de archivo y correspondencia, que per-
mite la trazabilidad del informe y facilita desde el 
sistema la generación de reportes estadísticos, ad-
ministrativos e indicadores por sede. Este sistema 
de información se encuentra interoperando actual-
mente con el sistema Sirdec para la generación de 
alertas de identificación de víctimas atendidas en los 
servicios misionales, que soportan ambas platafor-
mas tecnológicas. Debe ser utilizado por los médicos 
que practican labores médico-legales indirectas para 
soportar su labor en cada sitio del país, lo cual per-
mite contar con los datos de índices de violencia por 
lesiones no fatales facilitando mayor cobertura geo-
gráfica y mitigando la generación de subregistros.
Figura 3. Imágenes Siclico
Fuente: elaboración propia
Siclico, como se observa en la imagen ante-
rior, permite el acceso mediante una cuenta que es-
tá asociada al rol según las funciones que se rea-
licen en las instituciones. El Siclico se encuentra 
configurado con los requisitos de los reglamentos 
técnicos vigentes para cada contexto, relacionados 
en el portafolio de servicio de clínica, psiquiatría y 
psicología. Este sistema de información cuenta con 
módulo de monitoreo de informes periciales que 
permite contribuir a la calidad científica de los pro-
ductos de la institución. Este sistema se implemen-
tó en el 2013 y permite la consulta integrada de ba-
ses de datos de años anteriores para que, al momento 
de realizar el registro de casos, valide la existencia de 
informes y sea una herramienta útil para abordajes 
de casos de segunda vez en adelante.
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Sailfo: Sistema de Administración de Infor-
mación de Laboratorios Forenses, basado en tec-
nología .net y bases de datos Oracle, es la platafor-
ma de starlims (sistema de gestión de información 
del laboratorio), con soporte del fabricante Abbott 
Informatics. Sailfo garantiza la realización del ci-
clo de vida del elemento material probatorio, de 
acuerdo con la labor pericial de cada especiali-
dad, como aporte necesario para la labor misional. 
Actualmente, el Sailfo se encuentra implementado 
a nivel nacional y con interfaz con el Sirdec, así per-
mite la migración de los datos de las evidencias de 
forma automática a los casos allí registrados. 
Figura 4. Imágenes Sailfo
Fuente: elaboración propia
El Sailfo se encuentra implementado desde 
mayo del 2012 en el Instituto, y permite cumplir 
con las normas técnicas iso/iec 17025:2005 y con lo 
consignado en los diferentes procedimientos inter-
nos asociados con los laboratorios.
Contar con sistemas de información de este ti-
po, en los que los servidores públicos y otros usuarios 
del nivel nacional registran la información deriva-
da de los procesos misionales, ha permitido recopi-
lar, procesar y generar reportes en línea de distin-
tas categorías y de utilidad múltiple no solo para el 
inmlycf, sino también para las entidades que in-
teractúan o se nutren de la información gestiona-
da y producida por él, entre ellas la Fiscalía General 
de la Nación, la Policía Nacional, la Defen-soría 
del Pueblo, la Comisión Nacional de Búsqueda de 
Personas Desaparecidas, las ong, etc., lo cual se con-
vierte en un reto para la institución, dado que con la 
gran información que se recolecta en nuestros siste-
mas de información, se debe contribuir a la innova-
ción tecnológica y el aprovechamiento de los datos 
para una toma de decisión desde estrategias como 
el big data.
Retos del Instituto frente al 
contexto del big data
El auge de las tecnologías de la información y las 
comunicaciones (tic) ha contribuido al avance de 
la sociedad de la información, en la que se cuenta 
cada vez más con grandes volúmenes de informa-
ción en diferentes fuentes de almacenamiento, y si 
las organizaciones no aprovechan de forma estraté-
gica este gran activo, pueden perder posicionamien-
to y competitividad. Ahora bien, para contextuali-
zar los conceptos de big data como ciencias de datos, 
a continuación se presenta un modelo conceptual de 
la interrelación de entradas y salidas sinérgicas en 
un enfoque de toma de decisión con tendencias de 
innovación en el análisis de los datos.
Como se ilustra en la gráfica, el big data es una 
de las ciencias de los datos con tendencia al creci-
miento y que aplica para toda aquella información 
que no puede ser procesada o analizada utilizan-
do procesos o herramientas tradicionales. La exis-
tencia de información disponible explica la impor-
tancia de su análisis como un insumo cada vez más 
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estratégico en la toma de decisiones. Las tenden-
cias mundiales en tic evidencian la convergencia 
de tecnologías necesarias para el análisis de datos. 
En Colombia, ya existen Centros de Excelencia y 
Apropiación (cea), con el fin de capitalizar el aná-
lisis de datos en sectores estratégicos que focalizan 
las competencias de los recursos existentes para el 
desarrollo de estrategias, soportados en el análisis 
de información. 
El big data es soportado en herramientas de mi-
nería de datos, que no es más que el proceso que per-
mite detectar la información procesable de los con-
juntos grandes de datos, mediante un modelo que 
nos permite definir tendencias basadas en escena-
rios como los que se ilustran en la Figura 5: búsque-
das secuenciales, recomendación, pronósticos, pro-
babilidad y riesgos que ilustran los datos analizados. 
Por otra parte, se ha recomendado a nivel ge-
neral y como tendencia en tecnología considerar la 
estrategia de inteligencia de negocio, vista como la 
herramienta que integra las etapas de recopilación, 
validación, procesamiento y entrega de informa-
ción en formatos útiles para la toma de decisiones. 
Actualmente, es común encontrar organizaciones 
que realizan, con trabajo manual o poco sofisticado, 
el análisis de la información y la generación de infor- 
mes hacia los diferentes niveles de la organización 
para la toma de decisiones. Esto ratifica la necesidad 
de avanzar en el fortalecimiento de estas herramien-
tas para el aprovechamiento de la información, con-
siderada hoy día como el activo más valioso y crítico 
de toda organización; que para el caso del inmlycf 
en lo relacionado con datos sobre violencia, debe de-
mostrar por qué es el centro de referencia a nivel 
nacional.
Como muestra de los beneficios que se pueden 
obtener a partir del aprovechamiento en el análisis 
de la gran cantidad de información que se recolec-
ta en los sistemas de información del Instituto, para 
fines ilustrativos se citan los registros radicados en 
el 2016, para un total de 460.292 en Sirdec y Siclico, 
representados en proporción así: 
Figura 6. Registros radicados en el 2016 sirdec-siclico
Fuente: elaboración propia
La información que el Instituto maneja en los 
sistemas de información representa un gran reto pa-
ra la comprensión, el análisis, la validación y el apro-
vechamiento desde la investigación que incida en la 
toma de decisiones y alertas emergentes, que contri-
buyan a una mejor sociedad desde la perspectiva de 
seguridad ciudadana como uno de los sectores be-
neficiados por el análisis de dichos datos. Para ello, 
Figura 5. Modelo estratégico de big data 
Fuente: elaboración propia
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es necesario fortalecer los proyectos que nos permi-
tan contribuir a la innovación de tecnologías de in-
formación y análisis. 
Para soportar aún más las ventajas de la utili-
zación de estas herramientas en el análisis de datos, 
se comenta el caso de éxito en el sector de la crimi-
nalística en la ciudad de Nueva York. El caso estu-
vo basado en la aplicación de modelos analíticos ca-
paces de predecir en qué zonas de la urbe y en qué 
momento del día se va a producir un crimen deter-
minado. Fue necesario que el ayuntamiento de esta 
ciudad, catalogada como una de las más peligrosas 
hacia el 2010, integrara los datos de varias institu-
ciones públicas y privadas para “combinarlos” y to-
mar decisiones sobre si reforzar o no el pie de fuer-
za policial en zonas y momentos concretos, a fin de 
predecir desde asesinatos hasta pequeños robos, pa-
sando por secuestros y toda clase de delitos meno-
res. Esta alianza se sigue fortaleciendo en tecnolo-
gía, calidad e integración de datos para cada vez 
prestar un mejor apoyo a la labor de la Policía. 
En este contexto, para el inmlycf es relevan-
te la gestión de la información no solo como activo 
crítico, sino también para aportar científicamente 
a la sociedad, cumpliendo además con normativas 
y buenas prácticas que le permitan garantizar los 
principios de seguridad de la información.
Tratamiento de la información 
desde la perspectiva normativa, 
organizacional y técnica
Asegurar la información en nuestra institución es un 
reto en el que se viene trabajando y que cada vez es 
más necesario hacer cumplir según el deber descrito 
en la Ley 734 del 2002, que dice: “Custodiar y cuidar 
la documentación e información que por razón de su 
empleo, cargo o función conserve bajo su cuidado o a 
la cual tenga acceso, e impedir o evitar la sustracción, 
destrucción, ocultamiento o utilización indebidos”. 
En este orden de ideas, es un deber funcional 
que los servidores públicos en cualquier rol que des-
empeñen contribuyan a la protección de este activo. 
Es por eso que desde el punto vista técnico-organi-
zacional se deben aplicar los procedimientos, los es-
tándares y las normas necesarias para cumplir con 
los principios enmarcados en las diferentes legisla-
ciones asociadas a la gestión de la seguridad de la in-
formación. Así se propone en el modelo que se com-
parte a continuación:
Figura 7. Modelo de Gestión de Seguridad de la Información para sistemas de información 
Fuente: [4]
Estos modelos permiten el cumplimiento de los 
principios normativos de calidad y seguridad de la 
información, como los detalla el marco legislativo de 
la Ley 1581 del 2012 y la Ley 1712 del 2014.
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Figura 8. Marco legislativo 
Fuente: elaboración propia 
No obstante, la institución debe contar con re-
curso humano, procedimental y técnico que permi-
ta garantizar la confidencialidad, integridad y dis-
ponibilidad de la información y aplicar los controles 
necesarios para garantizar calidad del dato y evi-
tar fugas de información y entregas no autorizadas, 
etc., y así mantener la confianza de las entidades que 
interactúan con el Instituto y en especial la confian-
za de la ciudadanía.
Enfoque relacional del ciclo de 
información forense frente a su 
importancia en la toma de decisiones
La importancia del uso de los datos registrados en los 
sistemas de información institucionales se soporta 
en el valor agregado de su calidad, con lo que permi-
te la generación de tomas de decisión basadas en la 
gestión del dato, la información y el conocimiento.
Figura 9. Enfoque relacional flujo información forense versus calidad del dato
Fuente: elaboración propia
Mediante el registro en los sistemas de in-
formación misionales descritos en este documen-
to, el inmlycf realiza el procesamiento de la infor-
mación para generar los productos de acuerdo con 
el alcance del servicio pericial, como lo ilustra la 
Figura 9. Ahora bien, es necesario aplicar en cada 
ciclo lo concerniente a la calidad del dato, para lo 
cual se cuenta con controles técnicos en cada fase. 
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Sin embargo, es importante resaltar que es necesa-
rio sensibilizar a las personas que participan en ca-
da etapa o eslabón del flujo de información foren-
se, a fin de que apliquen buenas prácticas y validen 
el registro para fortalecer los productos obtenidos 
y generar un valor agregado real al momento del 
análisis de información, mediante reportes, infor-
mes o indicadores que apoyen la toma de decisio-
nes tanto institucionales, como de las otras partes 
interesadas.
Figura 10. Toma de decisión basado en análisis de datos 
Fuente: elaboración propia
Así como se observa en la figura anterior y to-
mando como ejemplo el Observatorio de Violencia 
contra la Mujer en la Regional Norte, los datos ana-
lizados de forma adecuada permiten desarrollar 
propuestas innovadoras y generar conocimiento co-
mo insumo institucional e interinstitucional. Esto 
último, a través de un trabajo interdisciplinar, tie-
ne un impacto social mediante el fortalecimiento de 
políticas públicas para sectores críticos y que contri-
buyen al mejoramiento de algunas de las condicio-
nes de la sociedad.
Conclusiones
La importancia de la información que gestiona y 
produce el Instituto ha implicado realizar avances 
en la plataforma tecnológica y de comunicaciones, 
que permitan escalabilidad e integralidad entre los 
sistemas de información misionales. También, ha 
impulsado la estandarización y normalización de 
variables de información y de procedimientos, el 
mejoramiento de la interoperabilidad y el soporte 
del número de registros en los sistemas de informa-
ción que se encuentran almacenados y que van en au-
mento en desarrollo del quehacer institucional (año 
2016: Sirdec registró 460.292 casos de necropsias y 
desaparecidos y Siclico registró 1.071.706 casos de 
clínica, psiquiatría y administrativos).
El aprovechamiento de los recursos de infor-
mación asociados a estrategias de análisis de datos 
que se implementen a futuro serán determinantes 
para el desarrollo y la actualización de los sistemas 
de información que permitan atender las exigencias 
en cuanto a ciencias de los datos. En este sentido, es 
evidente cómo las exigencias gubernamentales co-
mo la estrategia de Gobierno en Línea se orientan a 
la implementación de tendencias como big data, mi-
nería de datos e inteligencia de negocios, entre otras. 
Por eso, el Instituto no puede ser ajeno a es-
ta realidad, y con el fortalecimiento de sus sistemas 
de información no solo se enmarca dentro de estas 
tendencias, sino que además las puede aplicar para 
responder a las necesidades que la administración 
de justicia y la sociedad le imponen ahora, en un 
contexto de gestión de información con tecnologías 
de punta que entregan resultados tangibles aplica-
bles a la toma de decisiones gubernamentales, me-
jora-miento de procesos y elevación de los niveles de 
satisfacción de ciudadanos, víctimas, autoridades y 
demás clientes internos y externos que interactúan 
con los sistemas de información.
Se considera que el inmlycf se ha posicionado 
como punto de referencia en información, debido a 
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que los datos que procesa se reflejan en medios co-
mo informes periciales, boletines epidemiológicos, 
publicaciones (como la Revista Científica y el infor-
me Forensis. Datos para la vida) y otros medios de 
comunicación, que confirman la importancia de este 
activo para la toma de decisiones. Entonces, el desa-
fío es cada vez mayor y la aplicación de buenas prác-
ticas debe ser cada vez más efectiva para mantener y 
aumentar la confianza y la credibilidad.
Para finalizar, podría pensarse que de manera 
paralela existe un compromiso y una necesidad in-
herente a la institución por avanzar hacia un posicio-
namiento visible en el mundo de la “ciencia de los da-
tos”. A partir de las experiencias exitosas del trabajo 
interdisciplinar, la aplicación de esquemas de segu-
ridad y privacidad de la información, y el fortaleci-
miento de las competencias del recurso humano y de 
la infraestructura tecnológica, se permitirá eviden-
ciar el mejoramiento continuo de un instituto que 
después de cien años no solo es una entidad exper-
ta, sino también moderna, que sirve al país con lide-
razgo en recurso humano, procesos, tecnología e in-
formación, merecedor de reconocerse como centro 
científico de referencia nacional e internacional en 
temas relacionados con la medicina legal y las cien-
cias forenses.
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