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(GNFS) 10 100 QS 2
(MPQS) GNFSI) 2010 1 NTT 5
GNFS Opteron2.2GHz 1700
RSA$-768$(10 232 ) 5) RSA
PC $RSA\cdot 150,$ $RSA\cdot 160,$ $BSA\cdot 200,$ $RSA\cdot 567,$ $RSA\cdot 640$




1733 2011 101-117 101
1978 R. L. Rivest, A. Shamir, L. M.
Adlman 3 RSA
RSA P,Q $e$
$n=P\cross Q$ $F=(P\cdot 1)\cross(Q\cdot$ 1$)$ $D=e^{1}$ (mod F) $n$




$C=m^{e}(mod$ $\omega$ $m$ $m=C^{D}(mod$ $\omega$
P,Q $M^{(P\cdot 1)(Q\cdot 1)}=1(mod$ $\omega$
$n$ 1024 (10 309 ) $P,Q$
$510\sim 514$




$n$ a,b $a^{2}-b^{2}=(a\cdot b)(a+b)=0$ (mod n)
$n$ $a+b$ $n$
gcd(a$+$b, $\omega$ $n$ $gcd(a+b,n)$ 1 $n$
$n$ $n$
a,b
( ) ( ) $*$
3.1 2 (QS)
$n$ $S$ $n^{2}\cdot S$
$n^{1/2}$ $(S+k)2\cdot n=A_{k}$,





2 (QS, Quadratic Sieve)
$B$ $*$
$*$





$B$ $p$ $p$ (S$+$c)2$=n$ (mod P), (0 $=<$ c $<$ P) C(




(MPQS, Multiple Polynomial Quadratic Sieve)
$e^{2}-n=0$ (mod d)
(d, e) $x$ 2 x) (dx$+$e)2-n$=df(x)$
10 100
3.2 (GNFS)
$n$ $OM$) $=0$ ($mod$ $\omega$ $f(x)$ $M$ Ox)
$\theta$ $\alpha+\beta M$ $\alpha+\beta\theta$
$n=1333$, Ox) $=x^{3}+2$ ,
KM)$=n,$ $M=11$ $2+M=13$ $2+\theta=\theta-\theta^{3}=\theta(1-\theta)(1+\theta)$ (mod f( $\theta$ ))
10 $\cdot 11\cdot 12=13$ (mod $arrow$
( ) f(x)
(GNFS, General Number Field Sieve)
$d$ Ox) $\alpha+\beta\theta$
$N(\theta)=1b^{d}f(\cdot\alpha/\beta)|$
$p$ f(x) ’ Ox)$=(x\cdot s)h(x)$ (mod p)
$p$ $s$ (p:s) $p$ $s$ (p:s) $N(\theta )$ $P$
$\alpha+\beta s$ $P$
$\alpha+$
$\beta\theta$ $\alpha+\beta M$ (p:s)





$M$ $b$ $a^{2}\cdot b^{2}=0$
(mod $arrow$ $n$
GNFS $d$ f(x) $M$) $=0$
($mod \mathscr{A}$ $M$ $d$ $OM$)$=0$ (mod n)
$M$ O(Nl’d) $M$ 0(Nl/d) t,u $O(N^{1/d})$
$\mathfrak{W}+u=n$ $d$ Ox) 1 $g(x)=tx+u$
KM)$=0$ (mod n) $\mathscr{K}M)=0$
$(mod$ $\omega$ 10 100 GNFS
4.
MPQS GNFS GNFS








DIMENSION Base$(2,N)$ , LogP(N), Sive(N), PS(LP), V(LP)
C Clear V $<$ $>$
LLP $=$ LP
LLP $=$ LLP$*JL$ $JL$






IP $=$ Base(2,k) IP
IST $=$ Base$(1,k)+1$ (IP )




C Reset Base $<$ $>$
do 30 $k=$1,N




KV(i) ge. PS$(i))$ then






LP 1 JL ( )
$N$
Base Base$(1,k)$ $k$
Base$(2,k)$ $k$ ( ) LogP(k) $k$





LP (N) 10 200
( )
( ) LP

























C Reset Base $<$ $>$
do 30 $k=1$ ,Nl
Base(l,k) $=m\alpha 1$ (Base$(1,k)-$LP Base$(2,k)$)
30 continue
LS $=$ LS $+$ LP
100 continue








C Reset Base $<$ $>$
106
do 35 $k=N1+1,N$
Base $($1, $k)=mod (Base(1,k)-Lp*mp$, Base(2, $k))$
35 continue
C Select
do 40 $i=1$ ,LP$*mP$
if(V(i).ge. PS$(i)$) then







$N$ Nl $N1+1\sim N$
LP SIEVEI 1























INTEGER$*$8 Sive, LLP, LNP, LW
PARAMETER $(lb=1024^{*}64)$ lb
COMMON $mtPPlnp$,nr np nr

















do $j=1$ ,LP, lb $<$ lb $>$
wk $=-100$
do $i=$ j,minQ$+1b-1,LP$)
wk $= \max(wk, V(i).PS(i))$ wk
108
end do
if (wk.ge. $0$) then
do 40 $i=$ i,minQ$+1b-1$ , LP)
if (V(i).ge. PS$(i)$) then






C Reset Base $<$ $>$
do 30 $k=$1,N















INTEGER$*$8 Sive, LLP, LNP, LW
PARAMETER $(lb=1024^{*}64)$
COMMON $\prime MPP/np$ ,nr





















do $60k=N2+1,N,lb$ lb $A|$
je $= \min(k+lb\cdot 1,N)$
$lg=$ LP$lBase(2,k)+1$
do $i=1,lg$











do $j=$1,LP,lb $<$ lb $>$
wk $=\cdot 100$
do $i=$ j,minQ$+1b-1$ , LP)
wk $= \max(wk, V(i).PS\omega)$ wk
end do
if (wk.ge. $0$) then
do 40 $i=$ i,min$6+1b-1$,LP)
if (V(i).ge. PS$(i)$) then







C Reset Base $<$ $>$
do 30 $k=1,N$













RSA 2010 1 NTT 5
5)
$\grave$
$RSA\cdot 768$( $10$ 232 ) 1
6 GNFS( )
GNFS $n$ 6




(e) $0\cdot 1$ (01 )
(O ( )
(g) $a^{2}\cdot b^{2}=0$ (mod n) $n$




NTT 5) RSA 768 1
1. RSA768(10 232 )
$)$ ADM64(2.2Gh) 1 1 1





























10 45 10 60
MPQS( 2 ) 90 120
GNFS 130 170
RSA 1024 (10 309 )
$RSA\cdot 768$(768 10 232 )
$N$
Sieve2 PC Sieve4
1 LP PC $LP=512K$
$LP=$ lG KM, $G$ $K=1024$ $M=1024^{2\text{ }}$
$G=1024^{3}$ Sieve2 Sieve4 $N$
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