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Résumé
Les dernières décennies ont connu l’apogée des transmissions hertziennes, et celles
à venir connaîtront incontestablement le développement et le déploiement intense de
systèmes de communications sans-fil. Dès à présent, il est possible de communiquer
par onde sur petite et très petite distance (LAN et PAN). Les populations se sont fami-
liarisées avec les interfaces bluetooth (IEEE802.15) présentes dans la majorité des ob-
jets communiquant (ordinateur portable, téléphone, PDA, etc...). Les foyers s’équipent
maintenant facilement et à bas prix d’interfaceWi-Fi (IEEE802.11), afin de profiter d’une
utilisation nomade de leur accès internet. Ainsi, la forte croissance dumarché des offres
internet combinée avec celle du marché des téléphones mobiles ont habitués un large
spectre d’utilisateurs à communiquer sans fil. Ce contexte sociologique et financier en-
courage donc l’arrivée de solutions nouvelles répondant à des besoins latents. Parmi
ceux-là, lemarchémet en évidence le manque de systèmede communication surmoyen-
ne distance (MAN). Les réseaux ad-hoc peuvent répondre à ce genre de besoin. Mais à
ce jour, les performances sont trop faibles pour les besoins des utilisateurs et elles dé-
pendent trop fortement de la densité des machines nomades. Aussi, le consortium IEEE
cherche au travers de sa norme IEEE802.16 à fournir un système complet de communi-
cation sans-fil sur moyenne distance (MAN). Appelé aussi WiMAX, ce système se base
sur une architecture composée d’une station de base (BS) et de nombreux mobiles utili-
sateurs (SS). Le standard IEEE802.16 définit les caractéristiques de la couche physique
et de la couche MAC. Il décrit l’ensemble des interactions et événements pouvant avoir
lieu entre la station de base et les stations mobiles. Enfin, le standard fournit différents
paramètres et variables servant aux mécanismes de communication. Comme tout nou-
veau standard émergeant, la norme IEEE802.16 ne profite pas d’un état de l’art aussi
développé que celui du IEEE802.11 par exemple. Aussi, de nombreuses études et idées
sont à développer.
En premier lieu, nous effectuons un large rappel de la norme WiMAX et en parti-
culier le IEEE802.16e. Associé à cela, nous dressons un état de l’art des travaux traitant
des aspects et perspectives liés au sujet de notre étude.
Par la suite, nous proposons un modèle novateur de performance des communica-
tions IEEE802.16e. Au travers de ce modèle, nous développons une étude générale et
exhaustive des principaux paramètres de communication. L’étude explicite l’impact de
ces paramètres ainsi que l’influence de leur évolutions possibles. De cela, nous criti-
quons la pertinence de chacun d’eux en proposant des alternatives de configurations.
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En sus, nous proposons un mécanisme novateur favorisant le respect de qualité de ser-
vice (QoS) sur coucheMAC. Nous développons un principe original d’établissement de
connexion favorisant l’accès aux communications sensibles aux délais de transmission.
Dans une dernière partie, nous déterminons la capacité d’un système IEEE802.16 à
gérer les arrivées et départs des utilisateurs. Tout en y associant une étude de perfor-
mance d’un nouvel algorithme de contrôle d’admission. Cet algorithme d’admission
vise à remplir des objectifs multiples : empêcher les famines de ressources sur les trafics
les moins prioritaires, favoriser l’admission des utilisateurs en maintenant une gestion
optimale de la ressource radio. Notre étude aboutit à une modélisation et une critique
des variations de paramètre associés à ce nouvel algorithme. Nous y intégrons par la
suite le principe de mobilité où les utilisateurs ont la capacité de se mouvoir au sein
d’une cellule. Cette intégration se fait en y associant des mécanismes originaux afin
d’assurer la pérennité du service aux utilisateurs mobiles.
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Que l’on soit d’accord ou pas avec l’utilisation des systèmes de communication sans
fil, le constat s’impose à nous-même : ces moyens répondent à un besoin clairement ex-
primé des populations, de se voir offrir une mobilité et une transparence de plus en
plus large. Que ce soit pour une utilisation professionnelle ou personnelle. Les indivi-
dus, maintenant de tout âge, veulent pouvoir profiter de leur outils de communication
sans se soucier de leur modalités d’accès, ni de leur procédures techniques requises.
L’industrie observe et analyse maintenant le potentiel offert par la vulgarisation de la
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téléphonie multimédia mobile (3G, HSDPA), et la démocratisation des équipements
domestiques sans-fil. C’est dans ce contexte que le consortium IEEE a mis en place un
groupe de travail développant une solution prometteuse.Ce groupe a, au fil des années,
abouti à la réalisation d’un nouveau standard : le IEEE802.16 ou «WiMAX».
Ce standard vise à associer communications longues distances (plusieurs kilomètres)
et hauts débits. L’IEEE a réussi ce tour de force en prenant ce qui faisait la force des prin-
cipales technologies de communication actuelles : UMTS, HSDPA, Wi-Fi (IEEE802.11).
Porté par ses objectifs ambitieux, le standard offre la possibilité d’interconnecter diffé-
rentes technologies sur une large zone de couverture (Réseau urbain - MAN), ou alors
de déployer son propre réseau cellulaire, à l’image des réseaux actuels de téléphonie
mobile.
Toutefois, le standard, bien quemaintenant clairement formalisé, recèle encore quel-
ques éléments nécessitant des travaux plus approfondis, en sus de ceux déjà aboutis.
Partant de la base d’un nouveau système, le consortium IEEE a d’ores et déjà spécifié
ses préconisations sur tous les paramètres liés aux processus et aux algorithmes inter-
venant dans le standard. Néanmoins, il est primordial de définir un modèle de perfor-
mance général faisant intervenir tout ces, ou du moins les principaux, paramètres de
communications. De plus, le standard se cantonne à fournir les éléments de base de la
communication, mais aucunement ceux relatifs à la gestion des utilisateurs eux-mêmes.
Comment faire que chacun puisse être satisfait par les ressources obtenues pour leur
communications ? Quelles seront les règles de priorité entre les utilisateurs ? Quelle po-
litique d’admission est à même d’assurer la meilleure gestion possible de la ressource
radio ? Toutes ces questions doivent impérativement trouver leur réponses avant de
pouvoir envisager un déploiement de grande envergure.
Partant de ce constat, les chercheurs qu’ils soient universitaires ou industriels, dési-
rent apporter à cette nouvelle technologie les outils et moyens nécessaires à sa pérennité
et à son amélioration. Et au vu de son état actuel, la tâche est relativement ambitieuse.
Sa première force est que tout système exploitant une architecture propriétaire s’octroie
les faveurs des industriels et des fournisseurs de services. Les perspectives financières
étant colossales, il n’en demeure pas moins qu’une exploitation à grande échelle de-
mande encore une lourde charge de travail. En l’occurrence, la présente étude vise à
étayer encore plus le matériel de recherche lié au standard IEEE802.16. Par ailleurs,
nous reconnaissons à travers le WiMAX, le standard tirant le meilleur de la technique
OFDMA couplée avec celle du CDMA. Aussi, nous estimons qu’il est fortement avan-
tageux d’acquérir la maîtrise de ce type de technologie. Cette maîtrise pourrait à plus
long terme faciliter notre aptitude d’étude et de conception des futurs systèmes de com-
munication.
Au cours de cette thèse, j’ai eu l’opportunité de m’associer à un projet porteur de
niveau national. Ce projet d’intégration, d’une durée de trois ans, s’inscrit dans le pro-
gramme «télécommunication» de l’ANR pour l’année 2006. La présente thèse s’inscrit
complètement dans la thématique de recherche développée par le projet. Nous avons
choisi de nous intéresser dans cette thèse à la conception du modèle de performance
propre à un système Point àMultiPoint (PMP). Premièrement parce que ce type d’étude
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est souvent basé sur un environnement restreint ou encore exploite un cadre hypothé-
tique trop réducteur. Deuxièmement, ce mode de fonctionnement constitue le princi-
pal accès à un engouement commercial et financier, aboutissant à moyen terme à un
meilleur financement et encouragement des autres modes de fonctionnement (Réseaux
Maillés en particulier).
Aussi, nous proposons tout d’abord dans un premier chapitre une vision globale du
standard IEEE802.16e. En nous appuyant sur la documentation rendue disponible par
l’IEEE, nous dressons le portrait technique, structurel, algorithmique et protocolaire de
cette nouvelle norme. Par ailleurs, nous dressons un état de l’art des travaux réalisés
sur ce standard en introduisant plus spécifiquement les problèmes soulevés par l’éva-
luation des performances, ainsi que la conception et l’étude des modèles de capacité
des cellules IEEE802.16e.
A compter du second chapitre, nous développons exclusivement les travaux réalisés
durant cette thèse. Premièrement, une approche de modélisation propre à ce standard
qui aboutit à la réalisation d’unmodèle de performance général. Ce modèle permet non
seulement de caractériser le comportement du standard tel que défini par l’IEEE, mais
aussi d’étudier l’évolution et les dérives du système dans un environnement différent.
En outre, la mise en évidence de certaines contradictions dans le choix des paramètres
de fonctionnement t nous permettent de dresser un profil plus efficace de fonctionne-
ment.
Le troisième chapitre développe un principe de gestion novateur des ressources as-
sociées aux mécanismes d’engagement de connexion. Ce principe se base sur un par-
titionnement des codes servant à l’envoi des demandes de ressources, en fonction du
type de trafic lié à cette demande. Ce principe original offre un meilleur respect des im-
pératifs de qualité de service des communications, et plus particulièrement la réduction
du délai d’attente de la réponse donnant droit aux ressources demandées.
Le quatrième et dernier chapitre détaille la réalisation d’un nouveau modèle de per-
formance lié à la capacité d’un système cellulaire IEEE802.16e. Ce chapitre exploite les
éléments de contribution du précédent chapitre. Ces éléments sont alors injectés dans
un nouveau modèle de performance d’une cellule IEEE802.16e. Ce modèle exploite la
nature discrète des communications. L’étude traite des perspectives offertes par un al-
gorithme original de contrôle d’admission des connexions (CAC). Ce dernier assure
les impératifs de QoS demandés par les appels temps réel, un accès égalitaire aux res-
sources pour les appels non temps réel mais aussi une ressource minimale accessible
aux utilisateurs les moins prioritaires. En outre, nous renforçons notre algorithme de
contrôle d’admission en y intégrant la gestion de la mobilité intra-cellulaire des utilisa-
teurs. Pour cela, notre nouvel algorithme introduit une réservation de ressource pour
les utilisateurs mobiles. Cette ressource compense le surplus de bande passante de-
mandé par un appel en migration vers un secteur de modulation plus robuste. Tout
ceci a pour objectif d’assurer une meilleure efficacité d’occupation des ressources radio.
L’ensemble de ces chapitres aura ainsi apporté des éléments nouveaux permettant
une discution et une critique plus élargies des propriétés et perspectives de ce standard
encore naissant.
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Chapitre 1. Introduction
1.1 Le IEEE802.16 : principe et structure
1.1.1 Objectif
Le standard IEEE802.16 vise à offrir unmoyen de communication sans-fil à la fois in-
novant, rapide à déployer et à bas coût. En plus de cela, il entretient une interopérabilité
complète avec l’ensemble des produits existants chez tous les constructeurs respectant
les normes de l’IEEE. De par ses fonctionnalités, ce type de standard est un outil puis-
sant facilitant la compétition des fournisseurs d’accès à l’internet sans-fil en fournissant
une alternative performante aux méthodes d’accès filaires.
Par ailleurs, le standard est implicitement destiné à étendre le marché des solutions
d’accès sans-fil en prenant en compte, dans son principe même, le caractère mobile des
données multimédia ainsi que de leur usagers. Ainsi, le standard IEEE802.16 cherche
principalement à combler l’écart existant entre les solutions de communication sans-fil
haut débit et celles de bien plus faible débit, mais qui assurent une gestion efficace de
la mobilité.
1.1.2 Structure
Le standard IEEE802.16 décrit un système de communication avec infrastructure.
Les échanges des données sont ainsi centralisés par un organe principal. Cette organi-
sation est caractéristique d’une architecture cellulaire. Les unités communicantes, sou-
vent nombreuses et relativement limitées en puissance et capacité de calcul, dialoguent
exclusivement avec cet organe central. Les unités obtiendront un accès avec l’extérieur
ou avec une autre unité de la cellule uniquement par le biais de cet élément principal.
La figure 1.1 illustre le modèle de référence de la norme et précise les blocs fonction-
nels qui relèvent spécifiquement du standard.
La couche MAC se compose de trois sous-couches. La sous-couche de convergence
des services (CS) assure la transformation, et la représentation des informations réseaux
extérieures reçues via le point d’accès de service (SAP). Ces informations proviennent
en fait des unités de données de services (SDU) reçues par la deuxième composante
de la couche MAC : sous-couche commune MAC (CPS). Cette sous-couche de conver-
gence introduit la classification des unités de données des services réseaux extérieurs,
et les associe à ses identifiants propres de flux de service MAC (SFID), ainsi qu’à ses
identifiants de connexions (CID). De plus, cette sous-couche prend en charge certaines
fonctions telles que la suppression des entêtes de données (PHS). De nombreuses spé-
cifications sont disponibles pour cette sous-couche afin de la rendre interfaçable avec
un grand nombre de protocoles. Le format des données issues de la sous-couche de
convergence lui est propre, et la couche MAC commune (CPS) ne doit pas nécessaire-
ment pouvoir interpréter tout ou partie de ces données.
La seconde composante de la coucheMAC est la sous-couche communeMAC (CPS).
Elle fournit les principales fonctionnalités de la couche MAC en gérant l’accès au canal,
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FIGURE 1.1 – Structure en couche du standard IEEE802.16 (Forum, 2004)
l’allocation de bande passante, l’établissement et la maintenance des connexions. La
sous-couche commune reçoit par exemple toutes les données utiles à la sous-couche de
convergence des services.
La couche MAC présente aussi une sous-couche de sécurité assurant l’authentifi-
cation, l’échange sécurisé des clés de chiffrement, et le chiffrement des informations
elles-mêmes.
Suivant une approche différente, le standard définit aussi les spécifications de la
couche physique (PHY). Le rôle de cette couche est de formaliser les moyens d’échange
des données entre la couche MAC et les éléments de la topologie. Cette couche intègre,
entre autres, les différentes méthodes de consommation et d’utilisation de la ressource
radio. Plus spécifiquement, la section 1.2 identifie les éléments de la couche physique
qui nous intéresse. Enfin, il est à noter qu’une approche inter-couche est possible car la
couche physique et la coucheMACpeuvent s’échanger des informations via unmodule
de point d’accès de service physique (PHY SAP).
1.1.3 Chronologie
La formalisation du standard IEEE802.16 correspond à une travail de longue du-
rée. La standard s’est en premier lieu fixé des objectifs principaux pour après définir
ses premières propriétés et caractéristiques. Par la suite, des objectifs de plus en plus
ambitieux ont abouti à la distinction de versions, chacune améliorant la précédente en
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lui intégrant des fonctionnalités additionnelles. Le tableau 1.1 établit l’évolution chro-
nologique de la norme, de son début jusqu’à la période d’engagement de la présente
étude.
Version Caractéristiques Date
IEEE 802.16 Fréquences supérieures à 10 GHz octobre 2002
IEEE 802.16a Fréquences comprises entre 2 et 11 GHz octobre 2003
IEEE 802.16b Fréquences comprises entre 10 et 60 GHz Fusionné avec la version a
IEEE 802.16c Fréquences libres janvier 2003
IEEE 802.16d Intégrant tous les standards antérieurs octobre 2004
IEEE 802.16e Intègre la gestion de la mobilité février 2006
TABLE 1.1 – Historique du standard IEEE802.16
1.2 Couche physique
Cette section traite de la couche physique définie par le standard IEEE802.16e. Le
standard permet l’utilisation de différentes couches physiques en fonction de l’utilisa-
tion visée par le système de communication : portée, débit, tolérance aux obstacles...
L’étude menée ici traite uniquement de la version de couche physique assurant l’accès
multiple par division de fréquences orthogonales (OFDMA) initialement developpé par
Sari et Karam (Sari et Karam, 1995). Cette technique d’exploitation efficace du spectre
est destinée aux transmissions sans ligne de vue directe (NLOS) et pour des fréquences
inférieures à 11 GHz. Ces fréquences étant soumises à des organismes de gestion des
ressources radio (ART en France par exemple), les fréquences utilisées doivent être ac-
quises via des licences d’autorisation. La ressource radio se trouvant ainsi limitée à un
spectre borné, les ressources devront être partagées entre les utilisateurs.
1.2.1 Structure de trame
L’exploitation du canal dans le standard IEEE802.16e se fait par une division combi-
née en temps et en fréquence. La trame est construite par les séquences de transmission
de la station de base (BS) et des clients mobiles (SS). Chaque trame se décompose en
deux sous-trames : chronologiquement, le lien descendant (DL) et le lien montant (UL).
La figure 1.2 représente le schéma structurel d’une trame telle que définie dans le stan-
dard IEEE802.16e dans un mode de fonctionnement TDD-OFDMA.
Le lien descendant contient les envois de la BS à l’ensemble des SS de sa cellule.
Chronologiquement, le lien descendant contient une carte de la sous-trame du lien des-
cendant (DL-MAP), puis une autre du lien montant (UL-MAP). Ces informations sont
entre autres visibles sur la figure 1.2. DL-MAP et UL-MAP sont positionnées en dé-
but de la sous-trame du lien descendant. Notez que la UL-MAP figure ici à l’intérieur
du «DL-burst ♯1», destinés à tous les utilisateurs. Ainsi, les SS prennent connaissance
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des espaces temps-fréquences (ou sous-porteuses) qui leur sont destinés ou alloués res-
pectivement pour recevoir et émettre leur données de trafic. Cet ensemble de sous-
porteuses définit un sous-canal de transfert de données assigné à la seule connexion
de la SS qui l’a engagée. La sous-trame du lien descendant se compose, ensuite, de
l’ensemble des espaces de transmission (DL burst) tels que définis par la DL-MAP.
Le lien montant se compose des émissions des SS vers la BS. Cette ressource devant
se partager entre toutes les SS, l’émission sur lien montant obéit au procédé DAMA :
accès multiple par demande assignée. Ce procédé sera décrit dans la section 1.3. Les SS
transmettent donc leur données via leur espace alloué (UL burst), information obtenue
par lecture de la UL-MAP. Il est à noter que la sous-trame de lien montant contient
un espace de fréquence intitulé Ranging Subchannel, par lequel les SS effectuent leur
signalisations montantes de contrôle.
Afin de maintenir une bonne synchronisation entre les SS et l’architecture, les deux
sous-trames DL et UL sont espacées par un temps TTG : espace de transition émet-
teur/receveur. De plus, deux trames complètes sont elles-mêmes séparées par un temps
RTG : espace de transition receveur/émetteur.
FIGURE 1.2 – Structure d’une trame IEEE802.16e-OFDMA (Forum, 2004)
1.2.2 Signalisation montante de contrôle
Afin de signaler des événements spécifiques, les SS émettent des signalisations (Ran-
ging) en direction de la BS. Ces signalisations sont de différentes natures en fonction du
type d’événement à signaler. Le standard IEEE802.16e établit quatre catégories de si-
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gnalisation : l’initialisation de connexion (Initial Ranging), la demande de migration de
cellule (Hand-Over Ranging), la demande de bande passante (Bandwidth Request Ran-
ging) et la demande périodique (Periodic Ranging).
De manière générale, l’espace temps-fréquence (Ranging Channel) de ces signalisa-
tions se situe dans le lien montant de la trame IEEE802.16e (voir figure 1.2). Ce Ranging
Channel se compose d’un groupe ou plus de six sous-canaux, tous adjacents. La position
de ces groupes est renseignée aux SS via l’UL-MAP. La transmission des signalisations
utilise un ensemble de 256 codes orthogonaux (codes CDMA) codés sur 144 bits. Ces
codes sont distribués entre les quatre types de signalisation possibles. Un utilisateur dé-
sirant émettre une de ces signalisations choisit aléatoirement un des codes disponibles
dans le sous-ensemble propre à sa famille de signalisation. Ce code est alors transmis
via une modulation par phase binaire (BPSK).
– Initialisation de connexion : l’initialisation de connexion (ou Initial Ranging) est
utilisée par une SS dès lors qu’elle désire se synchroniser pour la première fois à
une BS. Ce message est envoyé sur un premier intervalle de contention : intervalle
de signalisation d’initialisation (Initial Ranging Interval).
– Demande de migration de cellule : ce type de Ranging demande l’engagement
d’une procédure de Hand-Over afin que la SS puisse se rattacher à une autre BS
tout en conservant la pérennité des services en cours. Ce message est envoyé sur
le même intervalle que ceux d’initialisation de connexion : Initial Ranging Inter-
val.
– Demande de bande passante : ce type de Ranging est la première étape à l’enga-
gement d’un flux de service vers la BS. Par ce type de requête, la SS demande à
la BS de lui allouer un nombre déterminé de fréquences et d’unités de temps qui
définiront son sous-canal de transmission. La plage temps-fréquence demandée,
et les détails de la connexion dépendront du type de service voulu (voir la sous-
section 1.3.5). Les mécanismes liés à ce type de signalisation sont détaillés dans la
section 1.3.4.
– Demande périodique : ce type un peu particulier constitue des signalisations de
contrôle. La SS est amenée à émettre ce type de signalisation sur demande de la
BS afin de pouvoir engager des opérations de maintenance : adaptation du débit,
mesure de puissance, changement de modulation, ....
1.2.3 Codage et Modulation Adaptatifs
Le principe de communication en point à multipoint du standard IEEE802.16e défi-
nit une architecture cellulaire décomposée en secteurs. La figure 1.3 présente un exemple
de décomposition d’une cellule IEEE802.16e en secteur, ces secteurs correspondent aux
différentes modulations et taux de codage accessibles aux SS et à la BS de la cellule.
Cette représentation en secteurs concentriques est un exemple de formalisation valable
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FIGURE 1.3 – Décomposition en secteur d’une cellule IEEE802.16e
uniquement lorsqu’on considère unmodèle de propagation basé sur le path loss. Dans ce
type de modèle, l’affaiblissement du signal dépend essentiellement de la distance entre
émetteur et récepteur et non des obstacles à la propagation des ondes radios. Aussi,
suivant ce modèle de propagation, les seuils de rapport signal sur bruit définissent
les rayons respectifs des secteurs. Néanmoins, il est important de préciser que d’autre
modèle de propagation peuvent être considérer. D’une manière générale, le profil de
modulation et de codage dépend directement du rapport signal-bruit (SNR) du récep-
teur. Les éléments IEEE802.16e peuvent ainsi adapter leur modulation et leur codage à
la qualité du canal de transmission, afin d’optimiser l’utilisation des ressources radio
tout en conservant un taux de perte acceptable. Le tableau 1.2 présente les différents
codages et modulations possibles dans le standard. Ces paramètres de transmission as-
surent un taux de perte de blocs de donnée (BLER) inférieur à une perte d’un bloc pour
un million transmis.
Modulation Codage bit/symbole CINR mini.
QPSK 1/2 9.4 5
QPSK 3/4 11.2 8
16-QAM 1/2 16.4 10.5
16-QAM 3/4 18.2 14
64-QAM 1/2 21.2 16
64-QAM 2/3 22.3 18
64-QAM 3/4 24.4 20
TABLE 1.2 – Modulations et taux de codages adaptatifs sur le IEEE802.16e
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1.3 Couche MAC
La couche MAC contrôle la manière dont les éléments communicant accèdent et
consomment la ressource radio. Le standard IEEE802.16e propose deuxmodes de fonc-
tionnement : réseaumaillé (Mesh) et point à multipoint (PMP). La présente étude porte
exclusivement sur le dernier mode. Cette section vise à détailler aussi précisément que
possible les mécanismes intervenant dans cette couche réseau. Premièrement, elle dé-
crit le protocole organisant le changement dynamique du profil de modulation et de
codage pour les transmissions montantes et descendantes. Par la suite, nous identifions
la logique d’adressage ainsi que les principes, caractéristiques et algorithmes des de-
mandes de connexion. De là, nous décrivons les classes de trafic liées à la Qualité de
Service (QoS). Notez que la Qualité de Service correspond ici à l’aptitude du système
de communication à fournir et entretenir les impératifs de performances associés à un
service spécifique (transfert de fichier, téléphonie, vidéos, ...).
1.3.1 Protocole de changement de modulation
Le profil de modulation (Burst profil) sur les liens descendants et montants est géré
indépendamment par chaque SS. Il est donc à la charge des SS de maintenir le profil le
plus efficace sur ses voix de transmissions. Ceci permet de réduire la consommation des
ressources. Ainsi, les SS évaluent continuellement le rapport entre la puissance reçue de
la porteuse avec les interférences et bruits de réception (CINR). La SS le compare alors
avec la plage des CINR acceptables pour le profil de modulation actuellement utilisé. Si
le CINR sort de la plage permise, la SS demande alors à la BS un changement de profil
de modulation. Si la SS demande l’utilisation d’un profil plus robuste (modulation de
moindre débit), elle informe la BS via une demande de changement de profil de mo-
dulation sur le lien descendant (DBPC request) ou envoie une requête sur l’intervalle
de temps réservés aux initialisations de connexion. Le message DBPC est envoyé en
queue de paquet du service en cours. Dans le cas où la SS demande un profil moins
robuste, seul l’envoi d’un message de type DBPC est possible. Par ailleurs, les proces-
sus de changement diffèrent en fonction du sens de changement du profil : les figures
1.4 et 1.5 présentent les chronogrammes de changement du profil de modulation vers,
respectivement, un profil plus robuste et un profil plus rapide. De plus, les figures 1.6
et 1.7 montrent respectivement les algorithmes d’envoi et de traitement de la réponse
opérés par les SS.
Notons que pour toutes ces figures, les profils de modulation X, Y et Z sont classés
par ordre décroissant de robustesse. De plus les timer T28 et T29 sont des comptes à re-
bours enclenchés pour les demandes de changements de modulation ; respectivement
vers un profil moins et plus robuste. La figure 1.7 montre que ces deux comptes à re-
bours sont initialisés suite à un refus venant de la station de abse. Aussi, avant toute
nouvelle demande de changement de profil, la SS doit s’assurer qu’un certains temps
s’est écoulé entre les deux demandes. Enfin, le timer T30 correspond au temps autorisé
pour l’attente de la réponse de la BS pour un changement demodulation. Par ailleurs, le
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passage d’un profil à un autre demoindre robustesse est possible sans attendre l’autori-
sation de la BS. En effet, ce changement n’implique pas une consommation supplémen-
taire des ressources radio. Par contre, le cas inverse nécessite une autorisation explicite
de la BS, attestant ainsi que le canal radio dispose d’assez de ressources libres pour
supporter un tel changement. Dans cet optique, la demande de changement requièrt
logiquement l’envoi d’une requête explicite de type ranging request.
FIGURE 1.4 – Chronogramme pour un changement de profil de modulation plus robuste
1.3.2 Mode Point à Multi-Point
Dans le mode Point à Multi-Point, seule la station de base communique directement
avec les éléments mobiles au travers du lien descendant. Aussi, deux éléments mobiles
désirant échanger des informations passent impérativement par la station de base. Le
standard IEEE802.16e se base sur une architecture cellulaire dont la station de base est
le centre. La cellule est décomposée en secteurs. Tous les mobiles reçoivent les mêmes
informations via le lien descendant, exclusivement diffusées par la station de base sur
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FIGURE 1.5 – Chronogramme pour un changement de profil de modulation moins robuste
toute la cellule. Les mobiles accèdent aux informations qui leur sont destinées en y
recherchant leur identifiants de connexion (CID). Le lien montant est quant à lui formé
par la réunion des émissions singulières et synchronisées de chaque élément mobile
en activité. Toute émission sur le lien montant doit être préalablement autorisée par
la station de base, qui entre autres y associe les droits spécifiques d’accès au canal :
les mobiles peuvent disposer d’un droit d’accès continu ou soumis à des demandes
répétées périodiquement. Les différents régimes d’autorisation seront détaillés dans la
section 1.3.5.
Notons ici que les communications PMP assurent aisément les diffusions larges
(Broadcast) à tous les mobiles, à des groupes spécifiques (Multicast), ou encore à un
mobile en particulier (Unicast).
Le point primordial caractérisant les communications du standard IEEE802.16e est
qu’elles sont orientées connexion. Ainsi, toute transmission sera associée à l’établis-
sement préalable et l’entretien d’une connexion. Ce procédé assure, à chaque type de
transmission, une connexion associée offrant une qualité de service (QoS) adéquate.
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FIGURE 1.6 – Algorithme d’envoi d’une requête de changement de profil de modulation
1.3.3 Logique d’adressage
Chaque SS dispose d’une adresse MAC universelle codée sur 48 bits, telle que dé-
finie par le standard IEEE802 - 2001 (Forum, 2001). Cette adresse unique identifie une
SS vis à vis de tous les fabriquants et équipements existant. Cette adresse est utilisée
à la première connexion (Initial Ranging). Elle peut ainsi faire partie d’un mécanisme
d’authentification de la SS par la BS.
Les connexions sont quant à elles caractérisées par un identifiant codé sur 16 bit :
le CID. Notons ici que les CID définissent une connexion full duplex en établissant
simultanément un sens montant et descendant. Une SS dispose donc d’un CID pour
chacune de ses connexions. Ces CID lui servent alors à identifier la connexion concernée
par une éventuelle actualisation des ressources requises.
1.3.4 Mécanismes de demande de ressources
L’accès au canal du standard IEEE802.16e se base sur des connexions de typeDAMA.
Le DAMA, ou accès multiple sur demande est une technologie utilisée afin d’assigner
une ressource à un utilisateur qui n’en aura pas besoin indéfiniment. La BS, en se ba-
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FIGURE 1.7 – Algorithme de traitement des réponses de changement de profil de modulation
sant sur le DAMA, alloue donc une ressource à la suite d’une requête émise par une SS.
Quand cette ressource n’est plus utilisée, la BS a alors tout le loisir de l’assigner à une
nouvelle connexion.
Requête sur intervalle de contention
Dès lors qu’une stationmobile a un besoin en ressource de transmission, elle engage
une requête (BWR), la classe de service désirée et les paramètres qui y sont associés.
Cette requête est transmise via l’intervalle de demande de bande passante (bandwidth
request ranging interval). Cet intervalle est soumis à la compétition entre toutes les SS
désirant faire de même. Néanmoins, tel qu’indiqué dans la sous-section 1.2.2, les SS uti-
lisent pour cela le principe d’accès multiple par codes orthogonaux (CDMA). Le grand
nombre de codes disponibles diminue fortement les risques de collision. Pour cela, la
SS désirant émettre une telle requête conserve la plage totale de codes, ceux réservés
aux signalisations de demande de bande passante. Parmi ces codes, la SS sélectionne
aléatoirement et de manière uniforme un de ces codes orthogonaux. Ce code servira
à la modulation de la requête. Les codes étant tous orthogonaux entre eux, la requête
n’interférera pas avec une autre requête utilisant un autre code.
Cemécanisme de connexion est celui suivi par n’importe quelle nouvelle connexion,
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quel que soit sa classe de trafic. Néanmoins une autre méthode existe. Dérivée de la pré-
cédente, elle est utilisée par les trafics demandant une modification des ressources qui
leur sont allouées. Spécifiquement utilisé par les trafics non-interactifs, UGS, ertPS et
rtPS (voir section 1.3.5) ; ce mécanisme consiste à attacher, en fin de paquet de trans-
mission, la demande de mise à jour des ressources désirées (piggyback request). Cette
modification assure au trafic une prise en charge immédiate de la requête par la BS en
évitant tout risque de collision sur l’intervalle de contention.
Mécanismes d’attente et de retransmission
Dans la mesure où la requête est correctement reçue par la BS, la BS formalisera
une réponse en fonction de son contrôle d’admission des connexions (CAC) et des res-
sources demandées par la SS. La réponse sera diffusée au travers de la UL-MAP d’une
des trames MAC suivantes. Afin que chaque SS reconnaisse sa propre réponse, celle-ci
est identifiée par le couple adresse MAC de la SS et CID qu’il lui a été donné. No-
tons ici que ce protocole de demande de ressource impose à la BS la réalisation d’une
longue séquence d’action. Cette séquence se compose de déchiffrage de toutes les re-
quêtes émises simultanément par les SS de la cellule, vient alors la consultation des
ressources disponibles, suivi par la classification des demandes en accord avec la poli-
tique de contrôle d’admission de la BS et enfin la formulation des différentes réponses.
Toutes ces étapes demandent un certain temps de traitement susceptible de prendre
plusieurs millisecondes. Aussi, la réponse à une requête se situe toujours à plusieurs
trames MAC de celle ayant servie à l’envoi de la requête. Cette caractéristique sera un
des éléments importants de la présente étude.
Le standard IEEE802.16e offre la possibilité d’obtenir des ressources en faisant plu-
sieurs tentatives d’envoi de requête. En premier lieu, la SS venant d’émettre une requête
laisse le temps à la BS de traiter et de formuler sa réponse. Ce temps d’attente est borné
par un compte à rebours intitulé T3 dans le standard. Au delà de ce temps, la SS consi-
dère que sa demande est rentrée en collision avec d’autres sur le canal de contention.
Il est, par ailleurs, possible que la demande soit correctement arrivée à la BS, mais que
celle-ci n’ait pas été retenue par le module de traitement des requêtes. Dès lors que la
SS ne reçoit pas de réponse, elle engage alors un algorithme incrémental exponentiel
de backoff. Ce processus s’opère de la même manière que dans le standard IEEE802.11.
En d’autres termes, la SS définit une fenêtre de temps pour ensuite attendre durant un
temps aléatoire et uniformément réparti sur cette fenêtre. A expiration de ce temps, la
SS engage l’émission d’une nouvelle requête. A chaque échec consécutif, la SS multi-
pliera la fenêtre de temps du backoff. En outre, le standard définit un nombre maximal
d’essais au bout duquel la demande de connexion est abandonnée. Dès lors qu’une
tentative de connexion est satisfaite, la fenêtre de temps est réinitialisée, ainsi que le
décompte des retransmissions autorisées.
La figure 1.8 suivante présente l’algorithme suivi par les SS dans une cellule IEEE-
802.16e. La figure décrit le comportement des SS visant à établir une connexion avec la
BS.
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FIGURE 1.8 – Algorithme d’ouverture d’un service sur voix montante
1.3.5 Ordonnancement
Les outils d’ordonnancement sur couche MAC ont pour but d’assurer une gestion
efficace des différents appels en accord avec les classes de service auxquelles ils sont rat-
tachés. Le planification des ressources liées à un appel s’appuie alors sur un ensemble
déterminé de critères de Qualité de Service. Chaque appel est associé à une classe de
service. A ce jour, quatre classes de service sont proposées dans le standard : le service
à acceptation non-sollicitée (UGS), le service temps réel (rtPS), le service de transfert
de données (nrtPS) et trafic interactif (BE). En outre, une dernière classe a récemment
intégrer le standard constituant une extension du service temps réel (ertPS).
– UGS (Unsolicited Grant Service) : la classe UGS est destinée à supporter les
flux de données temps réel caractérisés par une taille fixe de paquets reçus pé-
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riodiquement. Cette classe est donc destinée aux services T1/E1 et la voix sur IP
(VoIP) sans suppression de silence. Les paramètres de QoS associés sont alors le
débit maximum etminimum à réserver pour le trafic (souvent les mêmes), le délai
maximum, la gigue tolérée et la périodicité désirée des opportunités de transmis-
sion. La SS conserve un délai optimal par le fait qu’aucune requête n’est envoyée
dans le sous-canal de contention une fois le service engagé. Cette classe de tra-
fic élimine donc les données et délais induits par des requêtes de bande passante
répétées. La BS réserve alors périodiquement à la SS une partie des ressources
radio disponibles. La quantité réservée est initialement égale au débit maximum
demandé.
– rtPS (real time Polling Service) : la classe rtPS est destinée à traiter les trafics
temps réel pour lesquels la taille des paquets de flux de données sont variables et
à intervalle régulier. Aussi, cette classe est utilisée pour les trafics vidéo tels que le
MPEG, H.263, .... Les paramètres de Qualité de Service s’articulent autour d’un
débit minimum réservé pour le trafic vidéo, d’un débit maximum acceptable,
d’un délai maximum et enfin d’une périodicité de mise à jour du débit désiré.
La SS, engageant un trafic rtPS, a la possibilité de mettre à jour ses paramètres de
performance en incorporant périodiquement de nouvelles requêtes de ressource
en queue des paquets de données, durant l’intervalle de contention. Cette classe
respecte donc les trafics sensibles au délai en évitant aux requêtes de mise à jour
les collisions impliquées par l’intervalle de contention. Par ailleurs, la SS a tout
loisir d’indiquer à la BS quelle périodicité de mise à jour requiert le trafic engagé.
– ertPS (extended real time Polling Service : la classe ertPS est destinée à supporter
les flux de données temps réel caractérisés par une taille variable de paquets reçus
périodiquement. Cette classe est donc destinée aux services de voix sur IP (VoIP)
avec suppression de silence. Les paramètres de Qualité de Service s’articulent
autour d’un débit minimum réservé pour le trafic vidéo, d’un débit maximum ac-
ceptable, d’un délai maximum mais sans indicateur de périodicité de mise à jour.
La SS engageant un trafic ertPS a la possibilité de mettre à jour ses paramètres de
performances en incorporant, quand cela est nécessaire, de nouvelles requêtes de
ressources en queue des paquets de données ou durant l’intervalle de contention.
Cette classe respecte donc les trafics sensibles au délai en évitant aux requêtes de
mise à jour, les collisions impliquées par l’intervalle de contention. Par ailleurs,
cette classe de trafic réduit le trafic de signalisation et le délai d’évolution pour les
ressources allouées dynamiquement. De plus, l’allocation variable des ressources
pour les appels ertPS permet d’éviter le gaspillage de ressource sur lien montant,
comme cela peut être le cas sur les appels UGS. En fait, cette classe propose une
alternative entre les trafics UGS et rtPS.
– nrtPS (non real time Polling Service) : la classe nrtPS doit quant à elle permettre
la bonne gestion des trafics insensibles au délai mais requérant un débit mini-
mum. La taille des paquets peut donc être variable, ainsi que le délai entre deux
transmissions de paquets. Cette classe est donc tout à fait adéquate au protocole
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de transfert de fichiers (FTP). Les paramètres de Qualité de Service sont : un dé-
bit minimum de trafic à réserver, le débit maximum possible pour la connexion
et une priorité de trafic. Une fois la connexion engagée, la SS devra impérative-
ment émettre une nouvelle requête de bande passante pour pouvoir prétendre à
un autre débit.
– BE (Best Effort) : la classe BE est dédiée aux trafics n’exigeant pas de niveau de
performance particulier. Les paramètres de QoS sont uniquement liés au maxi-
mum de débit possible pour la connexion et à la priorité de trafic. Comme pour
la classe précédente, la classe engage une nouvelle connexion pour tout nouveau
besoin de ressource.
1.4 Etudes antérieures
Ce chapitre décrit les éléments de littérature dans lequel le travail engagé dans cette
thèse puise ses motivations. Une première partie recense les études dites contextuelles.
Elles analysent et identifient les forces et faiblesses du standard IEEE802.16, ainsi que
les différentes perspectives et projections futures sur l’importance et la rapidité de dé-
ploiement de cette technologie. Une seconde partie traite des travaux proposant diffé-
rents modèles de performances. Certains de ces travaux présentent des formulations
théoriques adéquates et éprouvées aux enjeux de la présente étude. D’autres se singu-
larisent par leur conclusions qui contribuent fortement à la déclaration et l’approfon-
dissement des nouvelles pistes de recherche ayant motivé cette thèse. Une troisième
partie élargit le champ d’étude vers les articles associés aux modèles de capacité et
de contrôle d’admission dans le standard IEEE802.16. Ces travaux abordent les princi-
paux moyens et outils de modélisation de la capacité d’une cellule IEEE802.16 avec ou
sans la gestion de la mobilité des utilisateurs. Par ailleurs, les algorithmes de contrôle
d’admission, qui y sont proposés et étudiés, apportent les premiers éléments pouvant
constituer un algorithme de contrôle abouti et général pour ce standard. En outre, ces
travaux mettent aussi en évidence les problèmes subsistant dans tout contrôle d’ad-
mission, et qui demandent encore d’être résolus. Enfin, une dernière partie traite suc-
cinctement des perspectives de coopération et d’interaction du standard IEEE802.16
(WiMAX) avec le IEEE802.11 (Wi-Fi), ainsi que le HSDPA. Ces travaux ont pour but
de formaliser la capacité du WiMAX à fonctionner de pair avec les autres technologies
de communication existantes. Cette partie apporte ainsi des éléments supplémentaires
motivant et orientant le présente étude.
1.4.1 Etudes contextuelles
Dans un premier temps, nous mettons en évidence les analyses globales du stan-
dard IEEE802.16. Différentes études proposent en effet une appréciation qualitative et
quantitative des projections faites sur ce standard.
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Différents travaux abordent en effet une analyse qualitative générale de la techno-
logie IEEE802.16, en la comparant souvent avec les spécificités des autres technologies
majeures déjà existantes. Ainsi, (Barry et al., 2005) présentent et résument les princi-
pales originalités et principes du standard IEEE802.16. Les auteurs y intègrent une di-
mension économique, ainsi que les perspectives d’évolution ayant conduit à la réalisa-
tion de la version -e- du standard. Suivant une logique similaire d’étude, (Ma et Jia,
2006) présentent une analyse intelligente dite «SWOT», des forces et faiblesses du
standard vis à vis de ses aptitudes de compétition et de coopération avec les autres
principales techniques de communication sans-fil. Cette étude exprime que le standard
présente des perspectives plus complémentaires que concurrentielles. Les auteurs pré-
cisent, entre autres, que les performances des systèmes de communication de troisième
et quatrième génération (3G et HSDPA) demeureront, à court et moyen terme, les tech-
nologies prédominantes. Mais ils mettent également en avant les forts avantages de
considérer le standard IEEE802.16e comme la technique majeure d’interconnexion de
toutes ces technologies entre elles. Il en résulte un intérêt grandissant pour les travaux
relatifs à la coopération, l’interconnexion et la possibilité de migration dynamique de
technologie (handover vertical).
Dans une approche plus quantitative, d’autres études exploitent les caractéristiques
propres au standard afin de mettre en évidence les perspectives de performance, de
compétitivité et de déploiement. Par exemple, (Smura, 2004) correspond à une thèse
traitant des différents critères de performance caractérisant un système de communi-
cation IEEE802.16. Il met particulièrement en avant les relations entre la capacité de
couverture, de débit et d’accueil du système, ainsi que ses perspectives tarifaires. L’au-
teur conclut son étude en indiquant que ces systèmes de communication ne sont pas
encore capables de supplanter les accès internet domestiques xDSL ou ceux sur fibre
optique (IEEE802.11, ADSL et VDSL), mais qu’ils constituent à ce jour la meilleure al-
ternative aux réseaux étendus, ruraux ou caractérisés par une topologie géographique
fortement accidentée. Dans ces dernières conditions, le faible coût de déploiement et le
fort débit offert en font la technologie prédominante. En outre, l’auteur précise que les
perspectives économiques les plus profitables se basent sur la gestion native de la mo-
bilité et de la Qualité de Service. En effet, ce type de capacité est susceptible de motiver
une surtaxation pour tout utilisateur désireux d’en profiter. En parallèle à cela, nous
trouvons une étude aussi pertinente : (Ghosh et al., 2005) relative cette fois au standard
IEEE802.16d. Elle présente les premiers indicateurs de performances réelles obtenues
sur des déploiements opérationnels. L’expérimentation fait état d’un débit maximum
de 3 Mbit/s sur une couverture de quelques kilomètres. De plus, l’auteur précise que
dans ces conditions d’exploitation, environ 25 % des utilisateurs ne peuvent accéder à
plus de 1.5 Mbits/s. Ces observations ont été obtenues sur des interfaces simple an-
tenne et sur une cellule exploitant trois profils de modulation (Burst profiles). Les au-
teurs rajoutent que l’utilisation de mobile double antenne à l’intérieur d’une cellule
décomposée en six secteurs aboutit à un débit maximum de 7 Mbits/s où seulement 2
% des utilisateurs disposent d’un débit inférieur à 1.5 Mbits/s. En conclusion, les au-
teurs développent différentes perspectives en fonction des améliorations qui peuvent
être visées dans le futur de cette technologie.
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Enfin, nous trouvons dans la documentation électronique trois éléments clés : (Forum,
2004), (Forum, 2005) et (Forum, 2008). Ces trois références constituent la principale base
bibliographique sur le standard IEEE802.16. La première correspond au forum impli-
quant l’ensemble des communautés libres, industrielles et littéraires travaillant sur le
standard. Ce forum représente la base de connaissance primordiale à l’ensemble de
cette étude. La seconde ainsi que la dernière référence correspondent aux standards
eux-mêmes, respectivement le IEEE802.16d et le IEEE802.16e. Ces deux références sont
indissociables car la dernière est en fait composée d’un ensemble de mises à jour de
la première. Enfin, des travaux en cours portant généralement sur les techniques de
transmissions sans-fil : les références (Tse et Viswanath, 2005) et (Smith et Meyer, 2004)
constituent une base de connaissance théorique importante. A la manière des références
précédentes, ces ouvrages fournissent un grand nombre d’outils théoriques et contex-
tuels relatifs aux techniques de transmissions sans-fil. Le dernier a notamment l’avan-
tage d’explorer les réseaux étendus et cellulaires ainsi que les perspectives et moyens
d’interconnexions entre eux.
1.4.2 Modèles de performance
La littérature propose tout un ensemble de modèles de performance originaux ou
inspirés de travaux antérieurs. Néanmoins, certaines références spécifiques apportent
une contribution notable et fortement utile dans le champs de recherche de cette thèse.
Aussi, nous proposons ici un ensemble sélectionné de références traitant des sujets
propres ou annexes au standard IEEE802.16. Ces travaux antérieurs peuvent être dé-
composés en trois principales catégories présentant néanmoins des éléments communs.
La première catégorie contribue aux travaux de recherche par l’élaboration de modèles
originaux, qui peuvent servir de base théorique majeure en vue d’établir un modèle
propre au standard et à ses spécificités. La seconde, développe des études de perfor-
mance spécifiques au standard, et centrées sur les mécanismes d’engagement et d’éta-
blissement de connexion. Quant à la dernière catégorie, elle s’intéresse aux perfor-
mances de l’architecture d’un système IEEE802.16. Ces travaux définissent des archi-
tectures simples ou multi-cellulaire exploitant ou non le principe de modulation adap-
tative.
En suivant cette décomposition logique, nous mettons en lumière l’article
(Kumar et al., 2006) portant sur la formulation d’un point fixe de l’analyse connue
de Bianchi pour le IEEE802.11 (Bianchi, 2000). Les auteurs proposent un modèle plus
général de l’analyse de Bianchi. L’étude développe alors la solution du problème de
point fixe, ainsi que les mesures de performance qui en découlent. Tout en démontrant
l’unicité de la solution du problème de point fixe, les auteurs formulent des relations
exemptes de toute complexité calculatoire ; mais qui intègrent l’ensemble des para-
mètres de backoff issus du standard IEEE802.11. Dans le cadre d’un régime saturé de
transmissions, l’étude explicite la probabilité de collision, le taux de tentative de trans-
mission et le débit. Ce travail a été par la suite élargi au travers de (Ramaiyan et al.,
2008). Ce dernier article est une extension de l’analyse du point fixe de la référence
précédente. Ici, les auteurs admettent, et propose différents schémas de différencia-
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tion de service au travers des paramètres de backoff utilisés par chaque mobile. Les
auteurs prouvent l’existence de points fixes stables et multiples. Ils développent alors
une analyse des performances générales sur le IEEE802.11. Afin d’établir une première
approche théorique des performances sur le standard IEEE802.16e, nous remarquons
aussi la référence (Wangt et al., 2005). Ce travail constitue un des premiers éléments
d’étude des performances propres à la version e du standard IEEE802.16 dans un mode
de fonctionnement à division de temps (TDD). Les auteurs comparent ces performances
avec celles atteintes par les autres technologies prédominantes sur les réseaux urbains
(MAN) : 3GPP, UMTS et HSDPA. Bien que ce travail ne propose pas un modèle de
performance théorique, ils expriment des résultats de simulation attestant d’un gain
d’efficacité spectrale allant de 40 à 50 %. Cette étude est complétée par (Seo et al., 2004)
portant sur l’analyse des performances du protocole d’accès aléatoire dans un environ-
nement OFDMA-CDMA, utilisant des intervalles de contention pour l’engagement des
connexions. L’étude se base sur la critique du délai moyen.
Cet espace d’éléments théoriques nous amène à considérer les mécanismes vérita-
blement spécifiques au standard IEEE802.16, et particulièrement à son procédé d’éta-
blissement de connexions. Ce mécanisme constitue un des éléments primordiaux des
performances générales d’un tel système de communication. Dans ce domaine, nous
trouvons premièrement (Lee et Morikawa, 2006). Ce travail traite spécifiquement du
processus d’établissement de connexion (ranging process) dans le IEEE802.16e. Les au-
teurs s’intéressent à la faculté de la station de base à détecter, identifier et séparer les
codes utilisés simultanément sur un intervalle de contention. Ils identifient les princi-
paux facteurs influençant cette faculté de détection. En conclusion de cette étude, les
auteurs proposent une amélioration de l’algorithme de détection de requête prenant en
compte l’ensemble des résultats obtenus. Partant des constats de cette étude, notre re-
cherche bibliographique s’étoffe aux travers de plusieurs travaux qui analysent à la fois
ce mécanisme de connexion, et étudient l’influence des variations de ses composantes.
Ainsi, (Doha et al., 2006) fournit un ensemble d’éléments de conclusion majeurs. Pre-
mièrement, l’analyse présente l’impact de la taille de l’intervalle de contention sur le
délai d’accès des appels aux ressources demandées. Deuxièmement, les auteurs déve-
loppent un modèle de performance visant à définir l’impact de ce délai sur le délai
total des transmissions. Enfin, l’étude définit les moyens d’optimisation du délai et dé-
bit possibles en adaptant la taille de l’intervalle de contention (ranging subchannel) par
rapport aux arrivées de trafics. Par ailleurs, (Won et al., 2003) aborde la répartition des
codes CDMA entre les familles des requêtes sur intervalle de contention. Les auteurs
définissent et analysent un modèle de performance, afin de contrôler dynamiquement
la taille de chaque famille de code (voir section 1.2.2). Ce travail vise à améliorer l’effica-
cité des accès à compétition. Enfin, (You et al., 2005) étudient la capacité d’accueil d’un
intervalle de contention, en prenant en considération les interférences induites par les
accès multiples des autres utilisateurs. Se basant sur une unique cellule IEEE802.16d, ils
caractérisent la probabilité d’erreur d’une requête de ressource en fonction du nombre
d’arrivées. De plus, ils identifient un nombre d’utilisateurs limite caractérisant une pro-
babilité d’erreur maximale acceptable.
A la suite de ces travaux, quelques approches nouvelles apparaissent telles que
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(Yan et Kuo, 2006), qui développent un modèle intercouche adaptant la taille de l’inter-
valle de contention au nombre d’utilisateurs, ainsi qu’au délai et débit demandés par
les classes. Ainsi que (Cicconetti et al., 2007) qui proposent un premier bilan de perfor-
mance du standard IEEE802.16-OFDMA en mettant cette fois-ci en évidence l’impact
de la durée des trames MAC sur le débit des transmissions et le délai des connexions.
L’étude témoigne alors que ce paramètre avantage l’une des métriques autant qu’il pé-
nalise l’autre. Aussi, en permettant la fluctuation de la durée de trame MAC, le stan-
dard permet de donner différentes orientations d’exploitation de la technologie. Par
ailleurs, cette même étude quantifie l’impact du trafic de signalisation (overhead PHY et
MAC) induit par un grand nombre d’utilisateurs. Ces considérations aboutissent à un
autre élément de conclusion intéressant : le délai d’établissement d’une connexion est
un facteur primordial du délai global subi par les classes de trafic temps réel (UGS et
rtPS).
Nous abordons maintenant une dernière catégorie de travaux visant à caractéri-
ser les performances globales des systèmes architecturés en cellules. Premièrement,
nous y spécifions les travaux (Tarhini et Chahed, 2006) et (Tarhini et Chahed, 2007b).
(Tarhini et Chahed, 2006) représentent une première approche de modèle de perfor-
mance MAC pour le standard. Les auteurs réalisent un modèle de performance des
communications sur une seule cellule IEEE802.16e. L’étude se base sur unmodèle continu,
sans mobilité ni sectorisation de la cellule ainsi que sur un algorithme de contrôle d’ad-
mission minimaliste. Parallèlement, (Tarhini et Chahed, 2007b) présentent une analyse
de la capacité d’un système IEEE802.16 exploitant une modulation adaptative (AMC).
Le contrôle d’admission du système considéré se base sur une réservation prioritaire
des ressources pour les trafics temps réel (UGS et rtPS), et sur le partage des ressources
restantes pour les autres types de trafic (nrtPS et BE).
Fort de ces éléments initiaux de recherche, nous identifions deux nouveaux travaux.
Le premier, (Liu et al., 2005), constitue une étude ingénieuse qui caractérise les ser-
vices des paquets de donnée en fonction de la modulation adaptative utilisée (AMC).
Le modèle définit et prouve que l’état du système se caractérise par une chaîne de
Markov à états finis (FSMC). Un état de cette chaîne se définit par la longueur de
file d’attente et l’état du serveur. Avant de conclure, les auteurs décrivent un méca-
nisme inter-couche visant à optimiser l’ensemble des métriques de performance. Le
second, (Elayoubi et al., 2007), correspond à un travail relatif au WCDMA, une tech-
nique très proche de celle utilisée dans le IEEE802.16e. En particulier, cette étude éta-
blit un modèle de performance et de contrôle d’admission incluant la mobilité, ainsi
qu’une division de la cellule de communication en différents secteurs concentriques.
Parmi les éléments clés de cette étude, nous identifierons en particulier son méca-
nisme de contrôle d’admission associant la différenciation des services ainsi que la
prise en compte de l’efficacité de modulation de chaque secteur. Par ailleurs, ce tra-
vail exploite et valide une modélisation basée sur une approche Markovienne à temps
discret (DTMC). Finalement, l’ensemble de ces éléments sont exploités et approfondis
au travers de (Tarhini et Chahed, 2007a), dans lequel les auteurs étudient la capacité
d’un lien descendant sur le IEEE802.16-OFDMA en présence de deux types de tra-
fic : flux continus (streaming) et interactifs (élastique). Ils mettent en avant l’impact
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de la modulation et du codage adaptatifs, ainsi que les interférences inter-cellule. En
conclusion, les auteurs identifient les gains de performance obtenus par l’utilisation
d’un partitionnement des fréquences entre les cellules adjacentes entre elles. Et enfin,
(Elayoubi et al., 2006) présentent un modèle de charge des canaux de transmission du
standard IEEE802.16. Les auteurs se basent sur un environnement multi-cellulaire avec
réutilisation des fréquences. L’étude développe un modèle analytique complet abou-
tissant aux collisions et pertes de symboles OFDMA. Les modèles définissent le profil
d’occupation des sous-porteuses en fonction du nombre d’utilisateurs en y appliquant
une charge de trafic élastique et adaptative.
1.4.3 Algorithmes de CAC et architectures de QoS
Dans cette section de l’état de l’art, nous abordons les travaux relatifs à la gestion de
la QoS sur le standard IEEE802.16. Dans ce domaine, la majorité des travaux s’articulent
entre deux axes principaux de recherche : le premier définit des architectures de gestion
de la qualité de service associées à un contrôle intelligent et adaptatif des admissions de
connexion, ainsi que des alternatives de gestion intercouche ; le second se penche sur
les techniques et méthodes de gestion des délais de communication, tout en mettant
en évidence l’importance de ces délais vis à vis de la durée de vie et de l’interactivité
caractérisant chaque type de trafic.
Parmi le premier axe de recherche cité, nous trouvons des contributions majeures
au travers d’une grande variété d’articles. En premier lieu, une étude préliminaire
(Settembre et al., 2006) proposent et valident une stratégie d’ordonnancement. L’or-
donnancement se fait en fonction des classes de service concernées : WRR pour le
rtPS et nrtPS et RR pour le BE. Les auteurs y présentent les gains de performance sur
coucheMACpar l’utilisation de l’AMC. Dans cette optique, la référence (Delicado et al.,
2006) propose l’organisation d’entités nouvelles de gestion d’approvisionnement en
ressource. La contribution majeure de ce travail réside dans l’amélioration de la granu-
larité des critères de Qualité de Service. Ainsi, le standard pourrait proposer un éventail
plus fin de services et de Qualités de Service associées. Enfin, (Chen et al., 2005) défi-
nissent un nouveau mécanisme de gestion des flux, en proposant une gestion dyna-
mique des bandes passantes allouées aux communications de lien montant et descen-
dant. Ce travail vise à améliorer l’efficacité et l’équité d’utilisation des ressources radio
dans le cadre de flux montant et descendant inégaux et fluctuant. L’approche inter-
couche est quant à elle en partie explorée au travers de (Mai et al., 2007). Ce travail vient
en complément de ceux développant des mécanismes de gestion de Qualité de Service
sur coucheMAC. Les auteurs y proposent une architecture de gestion inter-couche liant
la couche MAC et la couche réseau qui, elle, n’est pas définie par le standard.
Parmi les travaux traitant du contrôle d’admission, un premier algorithme est pro-
posé dans (Wongthavarawat et Ganz, 2003). Ils définissent une architecture de Qua-
lité de Service associant un planificateur et un algorithme de contrôle d’admission.
De manière plus riche et subtile, l’étude (Wang et al., 2005) développe un algorithme
de contrôle d’admission complet et dynamique, afin d’assurer la qualité de service de
chaque classe de trafic du standard IEEE802.16e. L’algorithme réserve sur les ressources
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disponibles celles demandées par les trafics temps-réel. Ces derniers seront alors refu-
sés si la capacité de la cellule est dépassée par la nouvelle demande de ressource. En
parallèle, les autres types de trafic partageront les ressources restantes. En outre, le prin-
cipe d’allocation proposé ici introduit une évolution dynamique dite de dégradation
de ressource. En effet, l’arrivée de nouveaux appels temps réels aboutira à la réduction
progressive et adaptative des ressources restantes partagées entre les appels non temps
réel. En outre, nous voyons au travers de (Benameur et al., 2001), une base théorique
menant à un partage efficace et équitable des ressources radio disponibles. En effet, ce
travail constitue la base des algorithmes évolués de contrôle d’admission. Il propose
une gestion indépendante des trafics temps réel et non temps réel. Les premiers re-
çoivent en priorité les ressources demandées, les autres se partagent équitablement la
bande passante laissée libre. Par contre, aucun des deux trafics n’obtiendra une nou-
velle connexion si les trafics non temps réel ne disposent plus d’un minimum de bande
passante. Ce principe vise à empêcher la famine de ressource pour les trafics non temps
réel. Dans une toute autre approche, nous présentons la référence (Ball et al., 2005).
Ce travail propose un ordonnancement innovant de l’allocation de ressource entre les
trafics. Le principe de TRS (ordonnancement par omission temporisée) attribue les res-
sources en fonction de l’efficacité de modulation de chaque utilisateur. Ce travail a la
particularité de prendre en compte l’efficacité spectrale des utilisateurs vis à vis des
ressources radio qui leur sont allouées.
Concernant le second axe de recherche, nous identifions en particulier les travaux
suivants : une première étude, (Sayenko et al., 2006) propose un ordonnancement des
sous-porteuses allouées aux transmissions sur lien montant (UL burst), afin d’affiner le
respect de la Qualité de Service de ces transmissions. Les auteurs proposent des méca-
nismes simples d’attribution d’espace de transmission pour lesquels le positionnement
et la répartition sur la trame MAC répondent aux impératifs de Qualité de Service de
chaque classe de trafic. Par la suite, nousmettons en avant les études (Niyato et Hossain,
2006) et (Chandra et Sahoo, 2007). Premièrement, (Niyato et Hossain, 2006) est un des
rares travaux associant aux délais de communication ceux issus des couches supé-
rieures, non définies par le standard. Les auteurs traitent la stabilité des files d’attente
de chaque trafic afin de maintenir une qualité de service de bout en bout de la commu-
nication. Ils développent un principe d’allocation de bande passante sur le lien mon-
tant, en prenant en compte la taille de la file d’attente des services rtPS, nrtPS et BE.
Deuxièmement, (Chandra et Sahoo, 2007) présentent un algorithme de contrôle d’ad-
mission ayant la particularité de prendre en compte le délai limite de validité d’une
connexion. Ce travail répond en fait à d’autres études montrant l’importance des délais
de connexion dans le délai global de la transmission.
1.4.4 Coordination et coopération multi-technologie
Les articles présentés dans ce paragraphe témoignent du potentiel du standard
IEEE802.16 quant à la coopération ou à la coexistence de cette technologie avec les
autres déjà en cours d’exploitation.
Premièrement, (Berlemann et al., 2006) abordent les possibilités d’interconnexion
32
1.5. Motivations de la thèse
entre les systèmes basés sur le standard IEEE802.11 et ceux basés sur le IEEE802.16.
Cette étude trouve sa motivation dans le fait que ces deux standards sont amenés à
fonctionner sur des gammes de fréquences très proches et en certains points confon-
dues. Aussi, les auteurs proposent des éléments de solution évitant une double occu-
pation spectrale simultanée. Deuxièmement, (Sartori et al., 2007) est un travail visant à
développer un modèle analytique de coopération entre le HSDPA et le IEEE802.16. Le
but principal est de maximiser le débit global des communications. Ce travail met en
avant les gains de performance obtenus par l’intégration des mécanismes de handover
vertical dans ces deux technologies.
1.5 Motivations de la thèse
Fort des analyses contextuelles de cet état de l’art, nous percevons l’importance et
la portée applicative du standard IEEE802.16. Le WiMAX profite de nombreux atouts
de performance qui lui sont propres, ainsi que d’une faculté exceptionnelle à connec-
ter entre eux des réseaux de plus faible zone de couverture (HSDPA, Wi-Fi,...). D’un
point de vue technologique, il apparaît que la maîtrise de tels systèmes constituera à
l’avenir un élément déterminant de la maîtrise d’une nation à concevoir, exploiter et sé-
curiser des systèmes de communication de type IEEE802.16. De plus, les perspectives
et projections économiques justifient un grand intérêt de la part de tout opérateur civil
ou militaire. Ce dernier fait a d’ailleurs était récemment mis en avant avec la concur-
rence féroce que ce sont livrés les principaux opérateursmobiles et ADSL français (Free,
Neuf, Alice, Orange, ...). En effet, ces derniers ont été amenés à enchérir pour l’achat des
licences d’utilisation des fréquences du WiMAX en France. Enfin, la dernière partie de
cet état de l’art montre les capacités du standard à s’intégrer parfaitement dans un envi-
ronnement de transmission hertzienne déjà encombré. Ce dernier point témoigne non
seulement de la faculté du standard à s’intégrer dans les différents schémas de commu-
nication actuelles, mais aussi de la faisabilité d’un déploiement rapide et efficace sur de
large zone de couverture.
L’existant littéraire portant sur les modèles d’évaluation de performance du stan-
dard IEEE802.16 témoigne d’un potentiel prometteur dès les premières versions du
standard. Néanmoins, il met en valeur un des premiers éléments qui ont motivé ce tra-
vail de thèse, nous identifions en particulier le manque de généralité dans les modèles
théoriques dressés. Cette observation s’appuie sur le fait que le standard IEEE802.16 se
base sur un vaste ensemble d’algorithmes, de mécanismes et surtout de paramètres de
configuration. En outre, le standard définit pour chacun de ces paramètres une valeur
prise par défaut ainsi qu’une plage de valeurs possibles. Dès lors, il nous semble pri-
mordial que les études portant sur ce standard exploite cette capacité de configuration
multiple. Par ailleurs, dès lors qu’un paramètre est possible, il en résulte un besoin ex-
plicite d’évaluer ou du moins d’apprécier l’impact final des politiques de choix sur ce
paramètre. A cela se rajoute l’ambition de définir des politiques nouvelles aboutissant
à une amélioration générale des performances du système de communication. En l’oc-
currence, les études actuelles montrent que les gains de performance les plus forts sont
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obtenus au travers de la maîtrise des mécanismes de couche MAC, et tout spécifique-
ment de ceux inhérents à l’engagement et l’établissement des connexions. Nos motiva-
tions dans ce champs de recherche sont donc multiples. Premièrement, il est nécessaire
de mettre en place un modèle général des mécanismes de couche MAC en y proposant
par ailleurs des mécanismes innovant de différenciation de service. Ce modèle doit se
caractériser par une approche la plus générale possible, où tous les éléments contri-
buant à l’engagement des connexions doivent être représentés. Par ailleurs, au vu des
conclusions d’étude décrites dans ce domaine, il apparaît maintenant clairement que
les délais d’établissement de connexion constituent le principal frein à l’évolution des
performances de ce standard. Aussi, notre second objectif se basera sur l’étude plus ap-
profondie des mécanismes d’envoi et d’acceptation des requêtes de transmission. En y
dégageant l’influence propre à chacun des paramètres de cesmécanismes, nous visons à
minimiser leur impacts sur le délai d’établissement de connexion. Cette approche doit
aboutir à des analyses de comportement liées à l’évolution de ce délai ainsi qu’à des
préconisations en fonction des ambitions possibles quant à l’exploitation des systèmes
IEEE802.16e.
Les études propres à la gestion de la QoS et à l’élaboration d’algorithmes perfor-
mants de contrôle d’admission témoignent du fort engouement et potentiel d’amélio-
ration des performances par ce biais. Ces études abordent des implémentations de pro-
cessus spécifiques sur coucheMAC, réseau et inter-couche, même si cette dernière n’est
pas formalisée dans le standard IEEE802.16. Or, elles montrent toutes qu’une architec-
ture de gestion de la Qualité de Service sur couche MAC permet d’aboutir à des gains
significatifs de performance. En outre, certains travaux témoignent que le nombre et
le type de classes de trafic dans le standard peut augmenter, tel que l’atteste la classe
ertPS récemment intégrée au standard (voir le paragraphe 1.3.5). Il est donc nécessaire
de fournir des outils de gestion de la Qualité de Service. Cette étude vient en complé-
ment de celle explorées précédemment, portant sur les performances propres aux utili-
sateurs. Par ailleurs, ces travaux confirment l’importance des délais d’établissement de
connexion vis à vis des délais globaux des communications. Mais il mettent particuliè-
rement l’accent sur le besoin d’une gestion de l’efficacité spectrale des transmissions,
notamment par la prise en compte de la capacité d’adaptation de la modulation (AMC).
C’est notamment dans ce but premier que s’articule cette thèse : viser une réduction op-
timale du délai de connexion pour les trafics qui y sont sensibles, tout en leur assurant
une allocation de ressource optimale.
Un autre point de motivation, vient de l’observation qu’une grande partie des tra-
vaux développent des études parallèles entre elles : certaines traitent un même sujet
suivant des bases théoriques différentes, d’autres proposent continuellement de nou-
velles approches sans intégrer ce qui constituaient les contributions des propositions
antérieures. Nous désirons donc partir des contributions qui nous semblent les plus
fortes en apportant un ensemble d’éléments nouveaux et complémentaires. Notre ap-
proche est toujours portée par le souci de généralisation et de fidélité au spécificités du
standard IEEE802.16. Suivant cette approche, nous remarquons que les études portant
sur le contrôle d’admission visent à établir un algorithme optimal assurant à la fois de
nombreux objectifs : respecter la Qualité de Service des flux de données, faciliter l’ac-
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cès aux ressources pour les connexions entrantes, assurer une équité entre les trafics de
même type et optimiser l’efficacité d’exploitation des ressources radio. A cela se rajoute
dans un dernier temps la capacité d’un système IEEE802.16 à conserver les appels en
cours en cas de mobilité intense. Ces différents objectifs définissent la ligne directrice
de cette étude, où partant de ces contributions existantes, nous désirons fournir un al-
gorithme complet, efficace et aussi simple que possible.
Enfin, un dernier élément motive l’engagement d’études sur le WiMAX. LaWiMAX
n’est pas encore déployé à grande échelle. D’ailleurs, la conception et la fabrication des
équipements qui s’y rattaches viennent tout juste de s’engager. Aussi, les travaux de
recherches menés en amont ont toutes les chances d’avoir un impact réel sur le devenir
de cette technologie. De par notre démarche de recherche nous avons espoir de pouvoir
influencer la politique d’intégration du standard sur les équipements à venir.
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2.1 Formulation du problème
2.1.1 Objectifs
Ce chapitre vise à établir les performances sur couche MAC atteintes par les uti-
lisateurs du standard IEEE802.16e. Cet objectif principal implique un certain nombre
d’objectifs secondaires tels que de répondre au besoin de définir un modèle analytique
général. Par ailleurs, ce chapitre tente d’expliciter l’influence de chacun des paramètres
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de communication sur couche MAC vis à vis des performances et temps d’établisse-
ment de connexion des utilisateurs IEEE802.16e. Enfin, fort de ce nouvel outil d’ana-
lyse, le dernier enjeu sera d’apporter une critique pertinente quant au choix des valeurs
préconisées et utilisées par défaut par le standard.
2.1.2 Hypothèses
Afin d’établir un modèle de performances aussi général que possible, nous utili-
sons un cadre hypothétique minimal. Aussi, nous nous baserons sur un faible nombre
d’hypothèses de base. Premièrement, le trafic des utilisateurs est saturé. Cette hypo-
thèse indique que chaque utilisateur de la cellule IEEE802.16e dispose constamment
d’une information à transmettre. De ce fait, il n’y a aucun temps d’inactivité, ou de
veille, entre la fin d’une transmission de données et le besoin d’engager une nouvelle
connexion en vue d’un autre transfert. Cette hypothèse est souvent considérée comme
une des hypothèses les plus fortes communément prise dans les travaux d’évaluation
de performances. Néanmoins, cette hypothèse relève ici d’une importance moindre.
En effet, le standard IEEE802.16 se base sur des communications orientées connexion.
Aussi, seul l’intensité des connexions entrantes dans le système doivent être pris en
considérations.
Deuxièmement, la section 1.3.4 précise qu’après l’envoi d’une requête de ressource,
les utilisateurs engagent un compte à rebours nommé T3. Ce timer T3 force les utilisa-
teurs demandeurs de ressources à laisser le temps à la station de base de formaliser
et de transmettre sa réponse. En temps normal, la transmission des données s’effectue
dès réception de la réponse. Néanmoins, pour les besoins de l’étude, nous suppose-
rons que quels que soient les délais de réception des réponses de la station de base, les
transmissions de données en résultant ne s’engagent qu’après expiration du décompte
du timer T3. Cette hypothèse s’explique en considérant deux de nos objectifs. Première-
ment, nous voulons définir un modèle aussi général que possible, mais en gardant une
certaine maîtrise de sa complexité calculatoire. Considérez le paramètre tr comme fixe,
et non comme une variable aléatoire, répond donc à cet objectif. Deuxièmement, notre
étude vise principalement à évaluer les possibilités de réduction du délai de connexion.
Fixer tr à sa valeur maximales nous assure de prendre en compte les délais maximum
de connexion.
2.1.3 Environnement
Nous considérons une cellule IEEE802.16e où sont réunis un nombre fini d’utili-
sateur. Ces utilisateurs suivent un régime saturé. De ce fait, ils désirent continuelle-
ment engager de nouveaux appels. Aussi, chaque utilisateur engagera une nouvelle
connexion du moment que sa demande précédente a été conclue.
Pour formaliser sa demande, un mobile choisit un code de modulation. Ces codes
sont issus de ceux attribués au requête de bande passante (Bandwidth Ranging Request.).
Après envoi de la requête, le mobile laisse à la station de base le temps de recevoir
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et traiter sa demande. Pour cela, le mobile attend l’écoulement d’un certain nombre de
tramesMAC. Ce procédé d’attente correspond au timer T3 décrit précédemment. En cas
d’absence de réponse à expiration du timer T3, le mobile engage un processus de backoff
caractérisé par une taille minimal de fenêtre, un multiplicateur en cas d’échecs succés-
sifs et un nombre maximum de retransmissions autorisé. Par contre, comme indiqué
dans les hypothèses ci-dessus, si une réponse est disponible, la transmission de données
se fera à partir de l’expiration de ce timer T3. Enfin nous identifions des temps (ou slots)
systèmes. Un temps système correspond à la durée d’une trame MAC IEEE802.16e.
2.2 Modèle
2.2.1 Analyse par Point Fixe
Principe
Notre approche théorique se base sur une analyse par Point Fixe (Kumar et al.,
2006). Elle caractérise le comportement statistiques du processus de backoff engagé par
les utilisateurs. De ces seules statistiques, l’analyse par point fixe permet d’extraire les
performances globales d’accès au canal (taux de tentative, probabilité de collision, ...).
Toutefois, cette analyse fut initialement développée pour le standard IEEE802.11. Aussi,
nous en avons développé une nouvelle approche dont l’originalité réside dans sa par-
faite adaptation au standard IEEE802.16e. L’analyse requièrt que les temps d’attentes
qui y sont étudiés et ceux de transmission de données soient indépendants. Ceci est
vrai dans le cas du IEEE802.11, puisque durant les transmissions de données, tous les
processus de backoff des utilisateurs en compétition sont gelés durant tout le temps
de la transmission. Dans le cas du standard IEEE802.16, ce pré-requis reste vrai mais
pour d’autres raisons. En effet, deux faits combinés entraînent que les processus de ba-
ckoff etudiés soient indépendants des transmissions de données : le processus de backoff
s’engage sur les demandes de bande passante or, celles-ci sont émises sur un canal de
transmissions qui leur est propre : le Bandwidth Request Ranging Interval, appartenant à
l’espace de temps Ranging Subchannel de la figure 1.2. De plus, le fait que le standard se
base sur des communications orientées connexions implique que, pour un même uti-
lisateur, le système admettra plusieurs connexions en parallèle. Une transmission de
données est donc indépendante de toute autre transmission ou nouvel engagement de
connexion. Ainsi, un mobile pourra engager un nouveau processus de backoff dès lors
que sa précédente demande de connexion est terminée (qu’elle ait été satisfaite ou pas).
Fort de ces spécificités propres au standard IEEE802.16e, il nous est possible d’en dé-
velopper une nouvelle analyse par point fixe tout à fait adaptée au cadre de l’étude
désirée.
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Déroulement
La figure 2.1 décrit l’évolution du processus de backoff d’un mobile. Ce chrono-
gramme a été épuré des temps de transmissions en vertu des caractéristiques énoncées
précédemment. Ainsi, nous pouvons simplifier la représentation des temps de backoff
par la concaténation des différentes fenêtres issues des transmissions et retransmissions
d’un mobile. La figure montre l’état du processus de backoff pour trois transmissions
de données. Notons que les événements d’envoi de requète sont représentés par des
points. L’attente induite par les fenêtres de backoff ne s’engage qu’une fois le temps
tr écoulé. Les événements représentés sur cette figure sont les suivants. La première
demande réussit après deux tentatives, la seconde aboutit malgré deux collisions et
la troisième n’aboutit qu’après trois collisions et une quatrième tentative réussit. Re-
marquons que la connaissance d’un échec ou l’engagement d’un envoi de données ne
commencent qu’après expiration du temps tr , tel que défini dans nos hypothèses de
départ (voir section 2.1.2).
FIGURE 2.1 – Chronogramme du processus de backoff dans le IEEE802.16e
Soit Xj, la variable aléatoire du temps total requis pour transmettre la demande de
ressource relative au paquet j. Rj désigne le nombre de tentatives nécessaires à la trans-
mission des requêtes de ressources pour le paquet j. Bij correspond quant à lui au temps
d’attente aléatoirement choisi parmi la fenêtre de backoff pour le paquet j et la retrans-
mission i, enfin bi représente le temps moyen de Bij pour tout paquet j. Ce temps d’at-
tente aléatoire se caractérise entre autres par une durée minimum : CWmin, un nombre
maximal de retransmission k, et un multiplicateur p. En conséquence des définitions de
variables ci-dessus, le temps total nécessaire à l’engagement d’un transfert de données
est dicté par la relation suivante :
Xj = Rj.tr +
Rj
∑
i=0
Bij (2.1)
Soit γ la probabilité de collision ressentie par un mobile, et k le nombre maximum de
retransmissions autorisées. Nous pouvons maintenant définir β comme le taux moyen
de tentative par temps du système. Notons ici qu’à partir dumoment où les paramètres
de backoff sont les mêmes pour toutes les stations de la cellule, leur comportement est
globalement identique, et de ce fait, la collision ainsi que le taux de tentative expéri-
mentés par chacun sont aussi les mêmes. En fait cet élément se base implicitement sur
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l’approximation de découplage faites initialement par Bianchi (Bianchi, 2000). Cette hy-
pothèse définit que toute tentative d’accès au canal est soumise à la même probabilité
de collision quel que soient les stations émettrices et l’état de leur processus de backoff.
De plus, elle décrit les opportunités de transmission (ou slot) comme indépendantes
les unes des autres. De même, les station émettrice agissent aussi de manière indépen-
dante. Il faut d’ailleurs noter que cette approximation est de plus en plus juste pour
un nombre d’utilisateurs croissant. Or une cellule IEEE802.16e a justement pour but de
servir un grand nombre d’utilisateur. Maintenant, pour les besoins du modèle, nous
identifions quelques égalités triviales :
E
( Rj
∑
i=0
Bij
)
= b0 + γb1 + · · ·+ γkbk (2.2)
E(X) = E(R).tr + E
( Rj
∑
i=0
Bij
)
(2.3)
E(R) = 1+ γ + · · ·+ γk (2.4)
β =
E(R)
E(X)
(2.5)
=
E(R)
E(R).tr + E
(
∑
Rj
i=0 B
i
j
) (2.6)
=
1
tr +
E(∑
Rj
i=0 B
i
j)
E(R)
(2.7)
=
1
tr +
b0+γb1+γ2b2+···+γkbk
1+γ+γ2+···+γk
(2.8)
Notons que bm, le temps moyen de backoff pour m retransmissions, est défini par :
bm =
pmCWmin − 1
2
et b0 = 0 (2.9)
Comme énoncé précédemment, tous les mobiles d’une cellule ressentent la même pro-
babilité de collision et donc le même taux de tentative. Nous supposerons alors que
le nombre de tentatives effectuées par les autres mobiles est distribué suivant une loi
binomiale avec pour paramètres β, n− 1 et N. En fait, la probabilité de collision, Pcoll,
pour un mobile tentant une demande de ressource est donnée par la relation suivante :
Pcoll(β) = 1− Γ(β) (2.10)
où Γ(β) représente la probabilité qu’aucun des i autres mobiles effectuant une tenta-
tive en même temps n’utilise le même code de modulation utilisé par le mobile. Cette
dernière probabilité nous est donnée par la relation suivante :
Γ(β) =
n−1
∑
i=0
(
n− 1
i
)
βi
(
1− β)n−i−1(1− 1
N
)i (2.11)
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Partant de ce constat mathématique, l’état d’équilibre du système est caractérisé par la
solution de l’équation du point fixe suivante :
γ = Pcoll(β) (2.12)
Préalablement à la suite de cette étude, nous établissons que l’existence et l’unicité du
point fixe peut être aisément obtenues à partir des travaux de (Kumar et al., 2006)
2.2.2 Performances
Le modèle mathématique étant maintenant défini, nous pouvons y introduire les
relations de performances telles que le nombre moyen des arrivées d’appel par temps
système, ainsi que la distribution du nombre des requêtes en attente au niveau de la
station de base. A chaque temps système, les demandes de ressources arrivant au ni-
veau de la station de base sont mises en file d’attente. Nous supposerons ici que la file
d’attente se compose d’un tampon infini. Soit H, la variable aléatoire du nombre de
services effectués par la station de base durant une trame MAC.
Dès lors, nous déterminons le nombre de requêtes arrivant par trame MAC. En ef-
fet, le nombre cumulé des requêtes émises durant l’espace de contention du lien mon-
tant aboutit à un certain nombre de requêtes entrant dans la file d’attente de la station
de base. Rappelons qu’une demande de ressource aboutit à la station de base unique-
ment si cette requête n’est pas entrée en conflit avec une autre requête modulée par
le même code choisi parmi N. Soit P(Zt = j) la probabilité que la station de base
reçoive j demandes de ressources sur les N codes orthogonaux, durant le temps t ;
j ∈ {0, 1, · · · ,N}. P(Xt = i) représente la probabilité que i mobiles engagent une de-
mande de ressources sur le même espace de contention t. Ces deux probabilités sont
définies par les relations suivantes :
P(Xt = i) =
(
n
i
)
βi(1− β)n−i (2.13)
P(Zt = j) =
n
∑
i=j
P(Zt = j|Xt = i)P(Xt = i) (2.14)
La probabilité conditionnelle P(Zt = j|Xt = i,N) peut être calculée via l’expression
récursive suivante :
P(Zt = j|Xt = i,N) =
i
∑
k=0,k 6=1
(
i
k
) (
1− 1
N
)i−k( 1
N
)k
P(Zt = j|Xt = i− k,N − 1)
+
(
i
1
) (
1− 1
N
)i−1 1
N
P(Zt = j− 1|Xt = i− 1,N − 1)
(2.15)
La condition initiale pour P(Zt = j|Xt = i,N) étant donnée par :
P(Zt = j|Xt = i, 0) =
{
1 si j = 0
0 autrement (2.16)
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Par conséquent, le nombre moyen d’arrivées par espace de contention est donné
par :
λ =
N
∑
k=1
kP(Z = k) (2.17)
En l’occurrence, la stabilité du système est garantie dès lors que le nombre moyen des
arrivées d’appel est inférieur au nombre moyen des services effectués durant un même
intervalle de temps. Aussi, la condition de stabilité est la suivante :
λ < µ (2.18)
Maintenant, nous désignons par Mt l’état de la chaîne à temps discret de Markov
au temps t, et par Qij la probabilité de transitions entre un état Mt = i et Mt+1 = j. Ces
probabilité sont déterminées par les relations suivantes :
Qij =


P(Z = j) si i = 0
P(H ≥ i)P(Z = j) +
i−1
∑
k=0
P(H = k)P(Z = j− i + k) sinon (2.19)
L’ensemble des probabilités de transition compose la matrice de transition d’état du
système de la manière suivante :
Q =

Q00 Q01 ...Q10 Q11 ...
... ... ...

 (2.20)
Enfin, soit pi la distribution stationnaire. Du moment que le système est ergodique,
le système suivant d’équations linéaires caractérise la solution unique de distribution
stationnaire du système : 

pi = piQ
∞
∑
n=0
pi(n) = 1. (2.21)
Le nombre moyen de requêtes dans le tampon de la station de base est défini par
S(γ) suivant :
S(γ) =
∞
∑
k=0
kpi(k) (2.22)
Par la formule de Little (Gelenbe et Pujolle, 1987), le temps moyen de séjour d’une
requête dans la file d’attente est donné par le rapport entre le nombre moyen de re-
quêtes S(γ) et le taux d’arrivée µ. Néanmoins, dans le standard IEEE802.16e, le délai
est rallongé d’un temps système, car les requêtes sont considérées comme intégrant le
système qu’à partir de la trame MAC suivant celle ayant servie à l’envoi de la requête.
Ainsi, le temps moyen de traitement d’une requête, une fois émise, est donné par la
relation suivante :
D(γ) = 1+
S(γ)
µ
(2.23)
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2.3 Analyses numériques
Cette section présente plusieurs résultats de simulations obtenus à partir de plu-
sieurs simulateurs. Le premier correspond au simulateur numériqueMatlab. Le deuxième
correspond à un programme écrit en C. Ce simulateur émule le comportement à temps
discret de nombreux utilisateurs en compétition sur le slot de contention. Ainsi nous
avons reproduit le comportement dynamique du système. De celà nous en extrayons
les performances propres du système. En outre, le simulateur comportemental exploite
les hypothèses définies dans le paragraphe 2.1.2, exceptée celle de l’approximation de
Bianchi. En ce qui concerne la résolution du système d’équation décrit dans la relation
(2.21), les outils logiciels ne nous permettent pas de pouvoir considérer une taille de file
d’attente allant jusqu’à l’infini. Aussi, nos calculs utilisent une taille maximale de file
correspondant à 500000 requêtes d’appel en attente.
Nous présentons alors différentes comparaisons entre des résultats issus du modèle
théorique et d’autres obtenus par simulation comportementale. Ces comparaisons nous
permettent de valider l’ensemble de nos résultats analytiques.
En se basant sur les recommandations du standard IEEE802.16e, nous avons utilisé
pour ces simulations, les grandeurs désignées par défaut par le standard. Néanmoins,
nous avons choisi de réduire de manière drastique la valeur initiale du compte à re-
bours T3. En effet, prenons tout d’abord en considération que la durée moyenne d’une
trame MAC est de 1ms et que le timer T3 est initialement défini à 50ms. Ensuite, notons
que la durée de la trame MAC peut varier entre 0,5ms et 2ms. Ainsi, le timer T3 peut in-
troduire une attente allant jusqu’à cent tramesMAC. Aussi, nous choisissons de donner
au timer T3 la valeur maximale tr = 10. Ce choix vise à augmenter l’agressivité des sta-
tions appelantes. Ainsi, nous pourrons définir le comportement du système dans lequel
les connexions engagées ont une plus grande exigence de réactivité. Ce choix trouvera
d’ailleurs sa pleine justification avec l’analyse du délai. Par ailleurs, nous aimerions
traiter ici le nombre de codes assignés aux demandes de ressources. Le standard définit
un large spectre de 256 codes orthogonaux. Ces codes sont divisés en quatre familles
telles que décrites dans le chapitre précédent 1.2.2. Pour les besoins de l’étude, nous de-
vons émuler un système à lourde charge en réduisant le nombre de codes disponibles.
Néanmoins, le système peut gérer efficacement un grand nombre de mobiles à partir
de 32 codes disponibles pour la famille des demandes de ressources.
Dans ce chapitre, nous comparons les résultats analytiques obtenus pour le taux
de tentative et la probabilité de collision expérimentés par les mobiles de la cellule
IEEE802.16e. Nous traitons ici le taux de tentatives des mobiles afin de mettre en avant
de quelle manière les paramètres de communications, et en particulier k, tr et N, af-
fectent ce taux. Par ailleurs, l’analyse du point fixe nous permet d’approfondir nos cri-
tiques des préconisations de l’IEEE. Grâce aux figures suivantes, nous pouvons aussi
apprécier comment ces paramètres influent sur la probabilité de collision.
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FIGURE 2.2 – Représentation de β vs. n : Taux de tentative en fonction du nombre d’utilisateurs n,
pour différentes fenêtres initiales de backoff CWmin. k = 16, tr = 10, N = 4.
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CWmin = 4 (model result)
CWmin = 8 (model result)
CWmin = 16 (model result)
CWmin = 32 (model result)
CWmin = 4 (simulator result)
CWmin = 8 (simulator result)
CWmin = 16 (simulator result)
CWmin = 32 (simulator result)
FIGURE 2.3 – Représentation de Pcoll vs. n : Probabilité de collision en fonction du nombre d’utili-
sateurs n, pour différentes fenêtres initiales de backoff CWmin. k = 16, tr = 10, N = 4.
2.3.1 Validation du modèle
Les figures 2.2 et 2.3 expriment la comparaison entre les résultats obtenus via le
modèle analytique et ceux issus des simulations du standard. La comparaison des ré-
sultats montrent une forte corrélation à la fois pour le taux de tentatives et la probabilité
de collision. Ces résultats nous permettent de clairement valider le modèle analytique
de point fixe au travers des comportements et des valeurs qui sont similaires.
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Nous faisons d’ailleurs remarquer que de légers écarts de valeurs sont observables
sur les figures de validation. Ces écarts peuvent être la conséquence de l’approxima-
tion de Bianchi (Bianchi, 2000) faites dans le modèle théorique et non dans le simula-
teur comportemental. D’ailleurs, la forte corrélation des résultats justifie l’intégration
de cette hypothèse dans le modèle de performance développé ici.
2.3.2 Impact des paramètres de communication
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FIGURE 2.4 – Représentation de β vs. n : Taux de tentative en fonction du nombre d’utilisateurs n,
pour différentes limites de retransmissions k. CWmin = 16, tr = 10, N=4
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FIGURE 2.5 – Représentation de Pcoll vs. n : Probabilité de collision en fonction du nombre d’utili-
sateurs n, pour différentes limites de retransmissions k. CWmin = 16, tr = 10, N=4
Les figures 2.4 et 2.5 montrent respectivement le taux de tentative et la probabilité de
collision atteints en fonction du nombre limite de retransmissions. Nous montrons que
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pour une limite de retransmissions supérieure à huit essais, le taux de tentative en est
très faiblement affecté. Mais pour des valeurs inférieures (k < 8), ce taux augmente gra-
duellement, ainsi que la probabilité de collision. Aussi, nous jugeons ici qu’une limite
de retransmission supérieure à huit essais est inutile, mais que des valeurs inférieures
aboutiraient à un trop grand nombre de collisions des requêtes en entrée de la station
de base.
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FIGURE 2.6 – Représentation de β vs. n : Taux de tentative en fonction du nombre d’utilisateurs n,
pour différents délais autorisés d’attente de réponse tr. CWmin = 16, k = 16, N = 4
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FIGURE 2.7 – Représentation de Pcoll vs. n : Probabilité de collision en fonction du nombre d’uti-
lisateurs n, pour différents délais autorisés d’attente de réponse tr. CWmin = 16, k = 16, N = 4
Les figures 2.6 et 2.7 montrent l’influence du délai autorisé d’attente d’une réponse
sur le taux de tentative et la probabilité de collision. La figure témoigne ainsi de l’énorme
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importance de ce paramètre : puisque chaque envoi de requête doit attendre sa réponse
durant un certain nombre de trames, le taux de tentative est, lui, très sensible à la du-
rée limite d’attente (tr). Nous observons que le taux de tentative diminue rapidement
à mesure que la probabilité de collision augmente. De plus, notons que la valeur de tr
définit le taux de tentative maximum accessible par un mobile. Enfin, nous observons
que la probabilité de collision suit un comportement croissant concave. Ainsi, pour un
grand nombre d’utilisateurs, les probabilités de collision, pour toutes les valeurs de tr
possibles, convergent peu à peu entre elles. Ceci est dû au fait qu’avec un grand nombre
d’utilisateurs, beaucoup de retransmissions auront lieu. Par conséquent, les temps d’at-
tente tr deviendront négligeables en comparaison des fenêtres d’attente croissante de
backoff. Nous ferons alors remarquer que le mécanisme de backoff joue ainsi son rôle
préventif d’un trop grand nombre de collisions. Par exemple, avec N = 4, la probabi-
lité de collision de 25 utilisateurs est seulement multipliée par deux pour une valeur de
tr divisée par huit (tr variant de manière décroissante de 40 à 5 trame MAC).
2.3.3 Influence du nombre de codes
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FIGURE 2.8 – Représentation de β vs. n : Taux de tentative en fonction du nombre d’utilisateurs n,
pour différentes plages de codes N. CWmin = 16, k = 16, tr = 10
Les figures 2.8 et 2.9 explicitent l’impact du nombre de codes sur le taux de tenta-
tive et la probabilité de collision. Remarquons qu’ici N n’a pas une influence directe sur
le taux de tentative β en vertu de la relation (2.8), mais qu’en modifiant la probabilité
de collision de par la relation (2.11), il modifie alors le point d’équilibre de la relation
(2.10), et donc influence le taux de tentative. Ainsi, nous observons que l’augmentation
de la plage des codes disponibles pour l’envoi des requêtes, améliore grandement les
performances de ces envois. La probabilité de collision est quant à elle rapidement aug-
mentée avec un nombre d’utilisateurs grandissant. C’est à ce stade là de l’étude que
nous pensons qu’un procédé de partitionnement des codes d’envoi peut être une piste
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FIGURE 2.9 – Représentation de β vs. n : Probabilité de collision en fonction du nombre d’utilisa-
teurs n, pour différentes plages de codes N. CWmin = 16, k = 16, tr = 10
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FIGURE 2.10 – Représentation de λ vs. n : Nombre moyen des arrivées en fonction du nombre
d’utilisateurs n, pour différentes plages de codes N. CWmin = 16, k = 16, tr = 10
d’étude menant à l’amélioration des performances d’établissements de connexion pour
les trafics les plus sensibles à ce délai.
De là, nous analysons le nombre moyen de requêtes λ, arrivant au niveau de la
station de base. La figure 2.10 montre le nombre moyen des arrivées en fonction du
nombre de codes. Ce nombre moyen augmente logiquement avec le nombre de codes
disponibles pour l’envoi des requêtes. Nous observons aussi sur cette figure qu’un
faible nombre de codes implique une faible augmentation des arrivées pour un nombre
d’utilisateurs grandissant. Par exemple, cent utilisateurs aboutissent à largement deux
fois plus d’arrivées de requêtes avec six codes qu’avec seulement trois codes. En fait,
il est logique qu’un plus grand nombre de codes réduise fortement la probabilité que
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deux mobiles ou plus choisissent le même code pour leur envois de requête. Nous uti-
lisons ici trois et six codes afin de limiter nos temps de simulations, mais le standard
IEEE802.16e est destiné à gérer un bien plus grand nombre de codes comme défini au
chapitre 1.2.2
2.3.4 Evolution du délai de réponse
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FIGURE 2.11 – Représentation de la distribution des arrivées, P(Z = x), en fonction du nombre
d’utilisateurs. CWmin = 16, k = 16, N = 32, n = 150, tr = 10
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FIGURE 2.12 – Représentation D(γ) vs. n : Délai moyen en fonction du nombre d’utilisateurs n,
pour différentes plages de codes N. CWmin = 16, k = 10, tr = 10, µ = 3
Concernant le modèle de file d’attente développé, nous considérons que le modèle
est validé dès lors que le processus d’arrivée issu du modèle et du simulateur corres-
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pondent. Or, la figure 2.11 atteste de cette correspondance. Cette figure représente les
résultats numériques et comportementaux de la distribution des arrivées : P(Z = j). La
figure montre que pour 150 utilisateurs et une plage de 32 codes d’envoi de requête, les
deux sources de résultats correspondent quasi-parfaitement. Par ailleurs, nous avons
observé sur nos résultats une correspondance grandissante à mesure que le nombre
d’utilisateurs augmente. Nous justifions cette augmentation de corrélation entre les
deux sources de résultat par l’influence de l’approximation de Bianchi comme expli-
qué dans la section 2.3.1.
Nous terminons notre analyse point par point des résultats par celle du délai moyen
entre l’envoi d’une demande de ressources à la station de base, et la réception d’une
réponse par le mobile demandeur. La figure 2.12 montre les résultats de ce délai en
fonction du nombre d’utilisateurs et du nombre de codes. Premièrement, nous remar-
quons que le délai moyen est largement plus faible que le délai autorisé d’attente de
la réponse (paramètre tr) préconisé dans le standard. D’autres résultats, basés sur une
plage de 32 codes de requêtes témoignent d’un délai maximal de 10 trames MAC. C’est
d’ailleurs fort de cette première observation, que les résultats présentés ici utilisent le
paramètre : tr = 10. Une telle valeur implique un taux de tentative élevé. Mais même
dans cet environnement à forte charge, les résultats obtenus sont loin de justifier une
attente pouvant aller jusqu’aux 50 trames MAC énoncées par le standard. Donc, si une
perte a lieu sur le canal lors de l’envoi d’une requête, le mobile émetteur est à même
de prendre connaissance de cette perte dès les premières trames MAC suivantes, sans
avoir à attendre pour cela un temps qui pourrait nuire à la QoS désirée par le service.
En outre, cette figure répond à une des questions ayant motivé cette étude : comment
déterminer le temps tr approprié en fonction du nombre d’utilisateurs ? La figure 2.12
montre que pour chaque configuration, le délai moyen atteint une valeur maximale qui
dépend du nombre de codes. Ainsi, nous donnons ici un moyen simple de détermi-
ner le paramètre du timer T3 adéquat à l’environnement de communication et basé sur
l’observation du délai moyen.
Par ailleurs, en observant le délai moyen en fonction du nombre de codes, nous pou-
vons apprécier la capacité du système à supporter un grand nombre d’utilisateurs. En
effet, la figure 2.12 montre un délai maximum pour un nombre d’utilisateurs n spéci-
fique. Cemaximum augmente avec le nombre de codes. En fait, le délai diminue au delà
de ce nombre n, du fait des collisions intervenant dans l’intervalle de contention. Ces
collisions réduisent le nombre de requêtes entrant dans la file d’attente, et par consé-
quent, le délai moyen des réponses. Ainsi, le délai moyen d’envoi des réponses définit
un nombre caractéristique d’utilisateurs. Ce nombre définit alors le maximum d’utili-
sateurs que le système peut efficacement prendre en charge.
2.3.5 Analyse globale
Les résultats obtenus dans ce chapitre montrent qu’il est possible d’obtenir de grandes
améliorations de performances en réduisant uniquement le nombre limite de retrans-
missions autorisées k. En effet, la réduction de cette valeur conserve un taux de tentative
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relativement élevé tout en conservant une probabilité de collision acceptable et peu va-
riable. De plus, l’étude du taux de tentative révèle que le délai d’attente accepté tr ainsi
que le nombre de codes pour les envois de requêtes N, constituent les paramètres ayant
les plus forts impacts sur les performances des communications IEEE802.16e. En dimi-
nuant le premier et en augmentant le second, le système assure un plus grand nombre
de réponses aux requêtes émises. D’une part, le paramètre tr permet une gestion plus
efficace du délai de traitement auquel sont soumises les requêtes au niveau de la station
de base. Il permet de prendre plus vite connaissance d’une perte effective d’une requête
sur le canal. Donc, il est nécessaire de pouvoir adapter ce paramètre au délai réel de sé-
jour des requêtes dans la file d’attente de la station de base. D’autre part, N caractérise
la capacité globale du système à gérer l’envoi de requêtes simultanées. En fonction du
nombre de codes, le système peut déterminer le nombre optimal de retransmissions
possibles k. Le nombre de codes N, constitue le facteur principal de robustesse vis à
vis des collisions. La figure 2.10 témoigne du fait que ce nombre de codes gagne à être
évalué en fonction du nombre d’utilisateurs de la cellule. En fait, la capacité du système
à offrir aux utilisateurs un certain niveau de service (GoS) dépend presque uniquement
du nombre de codes N.
La figure 2.3 montre que par l’augmentation de la fenêtre initiale de backoff CWmin,
nous diminuons aussi la probabilité de collision. Ce résultat est attendu après observa-
tion de la figure 2.2. Sur ce point, les constructeurs auront à trouver un compromis de
performance entre le taux de tentative individuel et la probabilité globale de collision.
De l’ensemble de cette étude de performances sur couche MAC, nous considérons
qu’il est possible d’introduire des mécanismes dynamiques d’adaptation à l’environ-
nement des paramètres de communication. Ainsi, le paramètre tr serait déterminé en
fonction du nombre d’utilisateurs : en connaissance du nombre d’utilisateurs de la cel-
lule (déclaré par un Initial Ranging, voir la section 1.2.2) et la plage des codes dispo-
nibles, la station de base peut calculer son délai moyen de traitement des requêtes afin
de définir son propre paramètre de timer T3. De plus, les observations faites vis à vis
du délai moyen et de la caractérisation de son maximum nous poussent à penser que
ces éléments peuvent servir au dimensionnement des cellules IEEE802.16e. La connais-
sance d’une plage fixe de codes et la prévision du délai de traitement des requêtes,
permettent de définir la couverture optimale d’une cellule IEEE802.16e sur une zone
géographique à densité de population aussi connue.
2.4 Contributions et perspectives
Ce chapitre propose un modèle analytique complet et général des performances
sur couche MAC. La réalisation de ce modèle se base sur une analyse de point fixe
(FPA), initialement développée par (Kumar et al., 2006). Par sa reformulation, nous
sommes parvenu à réaliser un modèle de performance simple et propre au standard
IEEE802.16e.
Ce modèle fournit le comportement du taux de tentative et de la probabilité de
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collision expérimentés par les mobiles d’une cellule IEEE802.16e. De plus, l’analyse nu-
mérique comprend un large ensemble de résultats obéissant aux variables d’environne-
ment définies par le standard. Ainsi, nous pouvons critiquer l’impact de l’ensemble de
ces paramètres sur différentes métriques de performances. En outre, il est important de
souligner que nous fournissons à cette étude un couple de figures qui assure la validité
et la cohérence de ce modèle de performance. D’une part, l’étude révèle que le délai de
réponse des demandes de ressources tr constitue le principal facteur de performance.
Une adaptation de ce paramètre mènera à un gain important de performance et princi-
palement vis à vis du délai d’établissement des connexions. Ensuite, la fenêtre initiale
de congestion du backoff CWmin peut être aussi adaptée afin d’accroître le taux de ten-
tative tout en conservant un taux de collision raisonnablement faible. De plus, l’étude
prouve que le nombre limite de retransmission k a, quant à lui, un impact globalement
mineur sur les performances, mais qu’une valeur voisine de 8 permettra là aussi un
gain de performance appréciable.
D’autre part, nous fournissons ici les statistiques de collisions pour un large nombre
d’utilisateurs, impliquant une lourde charge de trafic. Nous observons la grande in-
fluence du nombre de codes ainsi que celle du paramètre d’attente tr. Le premier cor-
respond au principal facteur limitant la capacité de gestion du système. D’ailleurs, ce
fait montre clairement l’intérêt de définir un sous-partitionnement des codes entre les
différentes classes de service, afin d’offrir à chacune une efficacité de gestion propre à
leur trafics.
La seconde étape de cette étude consiste à déterminer les caractéristiques et pistes
d’amélioration du nombre moyen de requêtes arrivant au niveau de la file d’attente de
la station de base. Nous y observons particulièrement l’impact de la plage des codes
utilisés pour la modulation des demandes de ressources. L’étude confirme les conclu-
sions précédentes, à savoir que le nombre de codes définit effectivement la capacité du
système à nourrir efficacement la file d’attente de la station de base. De plus, nous four-
nissons aussi la distribution des arrivées simultanées, ainsi qu’une validation de ces
résultats. Ce dernier élément de contribution constitue en fait apport majeur. En effet, il
apparaît que l’ensemble des travaux antérieurs considèrent exclusivement les arrivées
comme des processus de Poisson. Or nous identifions dans ce chapitre le processus gé-
néral résultant des influences réelles et combinées de la totalité des paramètres liés aux
mécanismes opérant sur la couche MAC du IEEE802.16e.
La dernière partie de l’étude traite le délai moyen entre l’émission d’une demande
de ressources et la réception de sa réponse. Le cas d’une file à tampon infini mène aux
observations qui ont motivé cette étude. Le délai effectif, même dans un environne-
ment à lourde charge de trafic, est largement inférieur à celui que le standard autorise
(D(γ) << tr) : les mobiles sont autorisés à attendre une réponse durant 50 trames
MAC, mais nos résultats montrent que ce délai ne dépasse pas 3 trames MAC pour
50 utilisateurs, acceptant une attente de 5 trames MAC (tr = 5). Notons ici que le dé-
lai réel diminue à mesure que ce temps d’attente augmente. Cette dernière remarque
mène d’ailleurs à une autre observation : par l’augmentation du paramètre tr , nous di-
minuons le nombre moyen d’arrivées, et donc, le délai moyen. Aussi, il est possible
de mettre en place une méthode d’adaptation du paramètre d’attente des réponses en
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fonction du nombre des utilisateurs et du délai moyen réel de la file de la station de
base. Enfin, l’étude de ce délai au niveau de la station de base révèle une conclusion
inattendue : le délai permet de déterminer le nombre de codes nécessaires à la gestion
la plus efficace du nombre des utilisateurs de la cellule IEEE802.16e.
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3.1 Formulation du problème
3.1.1 Motivation et Objectifs
Nos motivations à entreprendre la présente étude s’articulent autour de trois en-
jeux d’amélioration. Le premier vise à mettre en place un premier élément de contrôle
d’admission, directement sur la couche MAC des utilisateurs : le partitionnement des
codes sur les classes de service, si il est opéré de façon dynamique, permet de favoriser
l’accès aux ressource du système. Cette prioritisation des classes de services se ferai en
fonction des ressources encore disponibles au niveau de la station de base. Le deuxième
enjeux consiste à offrir une réduction du délai de connexion aux appels temps réel. Les
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travaux portant sur le délai des communications dans le standard IEEE802.16 atteste de
l’importance primordiale de ce délai d’établissement vis à vis du délai global des com-
munications temps réel. Aussi, un partitionnement des codes entre classes permettrait
aux classes de services sensibles au délai d’accéder plus rapidement aux ressources du
système. Enfin, le dernier enjeux consiste à fournir aux communications un élément
de contrôle de congestion des requêtes en entrée du système. En effet, le partitionne-
ment offre la possibilité de limiter le nombre d’arrivées de requêtes. De ce fait, la station
de base profiterait d’un allégement notable de sa charge. En outre, ce mécanisme per-
mettrait d’éviter tout débordement de capacité des requêtes en attentes de traitement.
De plus, un tel allègement de charge réduirait là encore les délais de traitement des
requêtes, et par conséquent, le délai d’établissement des appels temps réel.
Ce chapitre vient en complément des résultats obtenus dans le chapitre précédent.
Les conclusions de ce dernier chapitre énoncent l’importance majeure du nombre de
codes dans les performances générales de connectivité des utilisateurs IEEE802.16e.
Aussi, il nous semble nécessaire d’étudier les performances accessibles par un système
associant les classes de service du standard avec un mécanisme de partitionnement des
codes utilisés pour l’envoi des demandes de ressources. Ce chapitre vise donc à établir
les gains de performances apportés par un mécanisme orignal de partionnement des
codes. Partant du modèle initial, nous réalisons ici l’intégration de ce nouveau méca-
nisme aboutissant à la représentationdes gains de performances au travers de plusieurs
métriques. Enfin, fort de ce nouveaumodèle élargi, le dernier enjeu sera d’apporter une
critique pertinente quant au format optimal de ce partitionnement de code.
3.1.2 Environnements
L’environnement conserve l’intégralité des éléments définis dans le chapitre précé-
dent (voir section 2.1.3).
En sus, nous mettons en place ici un mécanisme de partitionnement des codes ser-
vant à la modulation des requêtes de bande passante. Ainsi, la plage initiale N des
codes associée aux envois de ces requêtes se subdivise en deux sous-plages : N1 et N2
(N1 + N2 = N). La première est entièrement dédiée aux trafics sensibles au délai : UGS
et rtPS (voir section 1.3.5). Les codes composants cette sous-plage ne pourront être uti-
lisés que par les mobiles désirant ouvrir une connexion répondant à une de ces deux
classes de services prioritaires. Nous identifierons cette catégorie de trafic par la classe
«1» ou «RT » en tant que classe la plus prioritaire. La deuxième plage de codes sera
également disponible aux trafics de type 1, mais elle sera surtout la seule disponible
aux trafics dits «2» ou «NRT » réunissant les connexions insensibles aux variations du
délai : nrtPS et BE (voir section 1.3.5). Ainsi, nous établissons le principe de partionne-
ment en interdisant aux trafics les moins prioritaires d’accéder à une partie des codes
disponibles pour les demandes de ressources. Afin de rendre ce mécanisme et son mo-
dèle associé aussi général que possible, nous définissons ici α comme la probabilité
qu’un trafic de classe 1 choisisse un code de la sous-plage N1. Naturellement, 1− α cor-
respond à la probabilité que ce même trafic choisisse un des codes de la sous-plage N2.
Notons que cette caractéristique nous permet de faire varier la nature du principe de
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partionnement : depuis un partionnement rigide où chaque trafic dispose de sa propre
sous-plage de code (cas où α = 1) ; vers une séparation plus flexible où les trafics les
plus prioritaires disposent de ressources supplémentaires, mais impliquant une compé-
tition avec les trafics moins prioritaires. Remarquons que le cas particulier où α =
N1
N
correspond à une distribution uniforme du choix de code pour la classe 1. Par ailleurs,
signalons qu’à l’intérieur de chaque sous-plage N1 ou N2, les codes sont choisis d’une
manière uniforme, quelle que soit la probabilité α.
Enfin, nous définissons respectivement r et 1− r comme les probabilités qu’un mo-
bile engageant une nouvelle connexion le fasse respectivement dans la classe de trafic
1 et 2.
3.2 Modèle
3.2.1 Analyse par Point Fixe
Afin de développer une nouvelle analyse par Point Fixe propre au principe de par-
titionnement des codes, certaines données doivent être définies :
Soit Rj,k, le nombre de tentatives nécessaires à la transmission des requêtes de res-
sources pour le paquet j d’une classe k, Bij,k correspond quant à lui au temps d’attente
aléatoirement choisi parmi la fenêtre de backoff pour la i-ième retransmission du paquet
j de la classe k. Enfin, soit bi,k, le temps moyen de Bij,k pour tout paquet j de la classe k.
Le standard IEEE802.16e définit bi,k à travers la relation (3.1). pk est le facteur mul-
tiplicateur pour la classe k qui augmente la taille de la fenêtre de backoff à chaque ten-
tative d’envoi de requête. i correspond au numéro actuel de la tentative de connexion
(0 ≤ i ≤ mk) où mk est le maximum de retransmissions autorisées pour la classe k.
Enfin, CWmink constitue la fenêtre de backoff initiale pour la classe k.
bi,k =
pik.CWmink − 1
2
b0,k = 0 (3.1)
Nous rappelons au travers de la figure 3.1 le schéma du principe sur lequel se base
l’étude temporelle du Point Fixe.
De là, nous déterminonsXkj , le nombre total de trames requises pour l’envoi, jusqu’à
réception ou abandon, de la demande de ressources :
Xkj = Rj,ktr +
Rj,k
∑
i=0
Bij,k k = {1, 2} (3.2)
Soit βk le taux de tentative pour les trafics de classe k, k ∈ {1, 2} et γk la probabilité
de collision ressentie par un mobile pour la classe k.
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FIGURE 3.1 – Chronogramme du processus de backoff dans le IEEE802.16e avec différenciation de
classe de trafic
Premièrement, nous calculons comme suit le taux de tentative des connexions de
classe k :
βk =
E(Rk)
E(X)
, k = {1, 2} (3.3)
E(Rk) = 1+ γk + γ2k + ...+ γ
mk
k (3.4)
E(Xk) = E(Rk)tr + E
( Rj,k
∑
i=0
Bij,k
)
(3.5)
E
( Rj,k
∑
i=0
Bij,k
)
= b0,k + γkb1,k + γ
2
kb2,k + ...+ γ
mk
k bmk,k (3.6)
E(X) = rE(X1) + (1− r)E(X2) (3.7)
E(X1) et E(X2) correspondent aux temps moyens nécessaires à la finalisation d’un
envoi de requête respectivement pour les classes 1 et 2.
De plus, le taux de tentative général β d’un mobile, quelque soit la classe de trafic
est donné simplement par la somme des taux de tentatives respectifs à chaque classe :
β = β1 + β2 (3.8)
Soit Γk, la probabilité qu’une tentative de classe k ne collisionne avec aucune autre
tentative émise au même moment sur le même code. Cette probabilité correspond à la
relation suivante :
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Γ1 =
n−1
∑
i=0
(
n− 1
i
)
(1− β)n−i−1
i
∑
j=0
(
i
j
)
β
j
1β
i−j
2 × (3.9)
( j
∑
l=0
(
j
l
)
αl+1(1− α)j−l(1− 1
N1
)l +
j
∑
l=0
(
j
l
)
(1− α)l+1αj−l(1− 1
N2
)i−j+l
)
Γ2 =
n−1
∑
i=0
(
n− 1
i
)
(1− β)n−i−1
i
∑
j=0
(
i
j
)
β
j
1β
i−j
2 × (3.10)
(
(1− 1
N2
)i−j +
j
∑
l=0
(
j
l
)
αj−l(1− α)l(1− 1
N2
)l
)
γ1 = 1− Γ1(β1, β2) γ2 = 1− Γ2(β1, β2) (3.11)
Au vu de ces relations nous mettons en valeur par la fonction Gk les dépendances
liant les grandeurs βk et γk entre elles. Ces fonctions Gk sont en fait les fonctions ré-
sultantes des relations étroites existant entre les taux de tentative et les probabilités de
collision caractérisant les deux classes de service. Cette relation est explicitée au travers
des égalités définissant la relation (3.3).
β1 = G1(γ1,γ2) β2 = G2(γ1,γ2) (3.12)
Suivant l’analyse de Point Fixe, le point d’équilibre du système correspond à la so-
lution du système d’équations défini par les relations (3.11) et (3.12).
3.2.2 Performances
Nous déterminons le nombre de requêtes arrivant par trame IEEE802.16e. En effet,
le nombre cumulé des requêtes émises durant l’espace de contention du lien montant
aboutit à un certain nombre de requêtes entrant dans la file d’attente de la station de
base. Rappelons qu’une demande de ressource aboutit à la station de base uniquement
si cette requête n’est pas entrée en conflit avec une autre requête modulée par le même
code choisi parmi la plage des codes accessibles à sa classe de trafic. Afin de fournir
le plus grand champ d’étude de performance possible à notre modèle, nous formulons
aux travers des relations suivantes la distribution des arrivées pour chaque plage de
codes, ainsi que pour chaque classe de trafics.
Pour cela, soit Zk le nombre de requêtes de classe k reçues avec succès. Notons
d’ailleurs que Zk ∈ {0, 1, ..,N} et Z1 + Z2 ≤ N. Soit Zs le nombre d’arrivées sur la
sous-plage de code Ns. Naturellement, Zsk correspond au nombre de requêtes réussies
pour la classe k sur la sous-plage Ns. Suivant la même nomenclature, nous définis-
sons Xsk ∈ {0, 1, .., n} le nombre de mobiles transmettant simultanément une requête de
classe k sur la sous-plage de codes s. X11 + X
1
2 + X
2
1 + X
2
2 ≤ n. Enfin, notons que X12 = 0
et X22 = X2.
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Arrivées par sous-plage «s»
Cette partie définit la distribution des arrivées sur chacune des sous-plages de codes :
N1 et N2. Notez que ces distributions dépendent de l’étendue de chacune de ces sous-
plages. Toutefois, nous excluons la représentation de ces valeurs dans le but de facilité
la lecture des relations.
Soit Z1, Z1 ≤ N1, la variable aléatoire du nombre de tentatives engagées sur la sous-
plage N1.
P(Z1 = i) =
n
∑
j=i
P(Z1 = i|X1 = j)P(X1 = j) (3.13)
P(X1 = i) =
(
n
i
)
βi1(1− β1)n−i (3.14)
P(Z1 = i|X1 = j) =
j
∑
k=i
P(Z1 = i|X11 = k)P(X11 = k|X1 = j)
(3.15)
P(X11 = k|X1 = j) =
(
j
k
)
αk(1− α)j−k (3.16)
La probabilité P(Z1 = i|X11 = k,N1) peut être calculée en se basant sur la relation
(2.15) définie dans la section du chapitre précédent : section 2.2.2. Ce calcul aboutit à la
relation suivante :
P(Z1 = j|X11 = i,N1) =
i
∑
k=0,k 6=1
(
i
k
) (
1− 1
N1
)i−k( 1
N1
)k
P(Z1 = j|X11 = i− k,N1 − 1)
+
(
i
1
) (
1− 1
N1
)i−1 1
N1
P(Z1 = j− 1|X11 = i− 1,N1 − 1)
(3.17)
La condition initiale au calcul récursif est donnée par :
P(Z1 = j|X11 = i, 0) =
{
1 si j = 0
0 sinon (3.18)
Enfin, le nombre moyen d’arrivées sur la sous-plage de codes 1 est donné par la
relation suivante :
λ1 =
N1
∑
x=0
xP(Z1 = x) (3.19)
Soit Z2, Z2 ≤ N2, la variable aléatoire du nombre de tentatives engagées sur la sous-
plage N2.
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P(Z2 = i) =
n
∑
j=i
P(Z2 = i|X = j)P(X = j) (3.20)
P(Z2 = i|X = j) =
j
∑
k=i
P(Z2 = i|X21 + X2 = k,X = j)×
P(X21 + X2 = k|X = j) (3.21)
La probabilité P(Z2 = i|X21 + X2 = k,X = j) peut être elle aussi déduite de la
relation (2.15), où le dernier terme de la dernière équation est donné par :
P(X21 + X2 = k|X = j) =
k
∑
l=0
(
k
l
)(βl2βj−l1
βj
)( j− l
k− l
)
αj−k(1− α)k−l (3.22)
Enfin, le nombre moyen d’arrivées sur la sous-plage de codes 2 est donné par la
relation suivante :
λ2 =
N2
∑
x=0
xP(Z2 = x) (3.23)
Arrivée par classe «k»
Soit Z1, Z1 ≤ N, la variable aléatoire du nombre de tentatives de classe 1 (temps
réel) entrant dans le système.
P(Z1 = i) =
i
∑
j=0
P(Z21 = j)P(Z
1 = i− j) (3.24)
La probabilité P(Z1 = i− j) nous est donnée par la relation (3.13).
P(Z21 = i) =
n
∑
j=i
P(Z21 = i|X = j)P(X = j) (3.25)
La probabilité P(X = j) est donnée par :
P(X = j) =
(
n
j
)
βj(1− β)n−j (3.26)
P(Z21 = i|X = j) =
j−i
∑
k=0
P(Z21 = i|X2 = k,X = l)P(X2 = k|X = j) (3.27)
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P(X2 = k|X = j) =
(
j
k
)
βk2β
j−k
1
βj
(3.28)
P(Z21 = i|X2 = k,X = l) =
j−k
∑
l=i
P(Z21 = i|X21 = l,X2 = k,X = j)×
P(X21 = l|X2 = k,X = j) (3.29)
P(X21 = l|X2 = k,X = j) =
(
j− k
l
)
αj−k−l(1− α)l (3.30)
La probabilité P(Z21 = i|X21 = l,X2 = k,X = j) est elle aussi obtenue via la relation
récursive (2.15).
Enfin, le nombre moyen d’arrivées des appels temps réel est donné par la relation
suivante :
λ1 =
n
∑
x=0
xP(Z1 = x) (3.31)
Soit Z2, Z2 ≤ N2, la variable aléatoire du nombre de tentatives de classe 2 (non
temps réel) entrant dans le système.
P(Z2 = i) =
n
∑
j=i
P(Z2 = i|X = j)P(X = j) (3.32)
La probabilité P(X = j) est donnée par la relation (3.26)
P(Z2 = i|X = j) =
j
∑
k=i
P(Z2 = i|X2 = k,X = l)P(X2 = k|X = j) (3.33)
La probabilité P(X2 = k|X = j) est donnée par la relation (3.28)
P(Z2 = i|X2 = k,X = l) =
j−k
∑
l=0
P(Z2 = i|X21 = l,X2 = k,X = j)×
P(X21 = l|X2 = k,X = j) (3.34)
La probabilité P(X21 = l|X2 = k,X = j) est donnée par la relation (3.30)
La probabilité P(Z2 = i|X21 = l,X2 = k,X = j) est elle aussi obtenue via la relation
récursive (2.15).
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Enfin, le nombre moyen d’arrivées des appels non temps réel est donné par la rela-
tion suivante :
λ2 =
n
∑
x=0
xP(Z2 = x) (3.35)
Soit Z la variable aléatoire qui représente le nombre total des arrivées. Dès lors que
Z1 et Z2 sont indépendantes, la distribution de Z est obtenue par le produit de toutes
les configurations possibles d’arrivées entre les requêtes de type RT et NRT.
P(Z = j) =
j
∑
k=0
P(Z1 = k)P(Z2 = j− k) (3.36)
Par la suite, nous définissons les caractéristiques du système quant au traitement des
requêtes arrivant en entrée de la station de base. A chaque temps système, les demandes
de ressources arrivant au niveau de la station de base sont mises en file d’attente. Nous
supposerons ici que la file d’attente se compose d’un tampon infini. Soit H, la variable
aléatoire du nombre de service effectués par la station de base durant une trame MAC.
En l’occurrence, la stabilité du système est garantie dès lors que le nombre moyen
des arrivées d’appel est inférieur au nombre moyen des services effectués durant un
même intervalle de temps. Aussi, la condition de stabilité est la suivante :
λ1 + λ2 < µ (3.37)
Maintenant, nous désignons par Mt l’état de la chaîne à temps discret de Markov
au temps t, et par Qij la probabilité de transitions entre un état Mt = i et Mt+1 = j. Ces
probabilité sont déterminées par les relations suivantes :
Qij =


P(Z = j|N1,N2) si i = 0
P(H ≥ i)P(Z = j) +
i−1
∑
k=0
P(H = k)P(Z = j− i + k) sinon (3.38)
L’ensemble des probabilités de transition compose la matrice de transition d’état du
système de la manière suivante :
Q =

Q00 Q01 ...Q10 Q11 ...
... ... ...

 (3.39)
Enfin, soit pi la distribution stationnaire. Du moment que le système est ergodique,
le système suivant d’équations linéaires caractérise la solution unique de distribution
stationnaire du système : 

pi = piQ
∞
∑
n=0
pi(n) = 1. (3.40)
Le nombre moyenne de requêtes en attentes, ainsi que le temps moyen de séjour
dans la file suivent respectivement les relations (2.22) et (2.23) du chapitre précédent.
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3.3 Analyse numérique
Le protocole et les outils d’analyses numériques correspondent à ceux utilisés et
décrits dans le chapitre précédent à la section 2.3.
3.3.1 Validation du modèle
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FIGURE 3.2 – Taux de tentative RT et NRT en fonction du nombre d’utilisateurs n. CWmink = 16,
mk = 10, tr = 5, N1 = 8, N2 = 8, r = 0.5
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FIGURE 3.3 – Probabilité de collision RT et NRT en fonction du nombre d’utilisateurs n.
CWmink = 16, mk = 10, tr = 5, N1 = 8, N2 = 8 et r = 0.5
Nous comparons en premier lieu les résultats numériques avec ceux de notre simu-
lateur comportemental. La figure 3.2 représente la comparaison des taux de tentative
pour chaque classe en fonction du nombre d’utilisateurs. Nous observons sur cette fi-
gure que les résultats concordent parfaitement, nous permettant de valider notre mo-
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FIGURE 3.4 – Distributions des arrivées globales et par sous-plage de codes en fonction du nombre
d’utilisateurs n. CWmink = 16, mk = 10, tr = 5, N = 24, N2 = 12, n = 75 et r = 0.5
dèle théorique. Cette observation se confirme sur la figure 3.3 présentant cette même
comparaison pour la probabilité de collision. De plus, la figure 3.4 présente là aussi
une figure comparant les distributions des arrivées par plage Z1 et Z2 issues du mo-
dèle théorique et des simulations comportementales des stations IEEE802.16e. La très
forte corrélation liant ces deux types de résultats nous confirme la pertinence de notre
modèle des arrivées.
3.3.2 Apport du partitionnement
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FIGURE 3.5 – Probabilité de collision RT et NRT en fonction du nombre d’utilisateurs n pour
différents profils de partitionnement N2. CWmink = 16, mk = 10, tr = 5, N = 16 et r = 0.5
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FIGURE 3.6 – Délai RT en fonction du nombre d’utilisateurs n, pour différents profils de partition-
nement N2. CWmink = 16, mk = 10, tr = 5, N = 16 et r = 0.5
De là, nous comparons sur la figure 3.5 les probabilités de collision obtenues avec et
sans l’utilisation du partitionnement des codes. Ainsi, nous observons que le principe
de partitionnement réduit fortement les collisions des trafics temps réel en offrant un
espace de codes élargi et dédié à ces trafics. Par conséquent, une telle mesure facilite
l’accès au canal pour les requêtes de ressources. La figure 3.6 montre explicitement la
réduction du délai d’établissement de connexion pour ce type de trafic.
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FIGURE 3.7 – Arrivée moyenne sur la sous-plage de code dédiée au trafic RT (N1) en fonction du
nombre d’utilisateurs n et pour différents profils de partitionnement N1. CWmink = 16, mk = 10,
tr = 5, N = 16 et r = 0.50
Au travers de la figure 3.7, nous observons le comportement moyen du nombre
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des arrivées suivant l’importance du partitionnement opéré sur les codes. La figure
témoigne que le partitionnement offre de meilleurs performances à condition que la
configuration (choix de N2) se fasse en considérant le nombre d’utilisateurs. En effet,
il est primordial de remarquer qu’une trop large plage de codes N1 dédiée aux tra-
fics temps réel engendre un effondrement des performances des trafics non temps réel.
En conséquence, les mobiles désirant engager une connexion non temps réel, demeure
longuement en attente de fin de backoff. Aussi, les envois de requêtes des trafics temps
réels se font de plus en plus rare. Dans l’état, ceci n’affecte pas réellement les perfor-
mances de délai une fois que le mobile engage une première tentative de trafic temps
réel. Par contre, ce ralentissement devient catastrophique si l’on considère que les tra-
fics temps réel demeurent plus longuement en attente au niveau de l’ordonnanceur de
trafic de chaque mobile. Ainsi, le principe de partitionnement des codes doit se faire en
accord avec le nombre d’utilisateurs : pour un nombre d’utilisateurs donné, le nombre
moyen des arrivées atteint un maximum pour une sous-plage de codes dédiés N1 spé-
cifique. Notons que cette plage de codes optimale augmente légèrement à mesure que
le nombre d’utilisateurs grandit aussi.
3.3.3 Gains de performance
Sur les figures 3.8 à 3.11, nous explicitons le gain obtenu par le partitionnement sur
les probabilités de collision et délai des trafics temps réel et non temps réel. Ce gain se
base sur l’expression (3.41) où vori et vnew sont respectivement les valeurs originales ob-
tenues dans le chapitre précédents et celles exploitant le partitionnement de codes. Les
résultats en ordonnée correspondent au pourcentage de gain par rapport aux résultats
obtenus dans le chapitre précédent (voir la section 2.3). Cette figure témoigne aussi de
l’impact du paramètre α définissant le type de distribution de probabilité suivi dans le
choix des sous-plages de codes pour les trafics temps réel.
Gain =
vori − vnew
vori
(3.41)
La figure 3.8 montre le gain obtenu sur la probabilité de collision pour les trafics
temps réel. Elle montre que notre mécanisme permet de réduire les collisions des re-
quêtes jusqu’à 70 %. De plus, nous identifions le couple de valeurs {N2, α} qui détériore
particulièrement les performances des requêtes temps réel. Afin, de pouvoir mieux ju-
ger du couple de valeurs optimale {N2, α}, nous proposons dans la figure 3.9 l’observa-
tion de ce même gain pour les requêtes de type non temps réel. Pour ce type de trafic,
nous observons naturellement que les performances des trafics non temps réel aug-
mentent à mesure que l’étendue de codes disponibles, N2, s’élargit et la probabilité α
grandit. Néanmoins, la comparaison des résultats contenus par ces deux figuresmontre
qu’un compromis entre les gains atteignables par chacun des trafics est aussi possible.
Par exemple, pour N2 ≥ N2 et α ≤ 0, 5 on observe une diminution significative des
collisions pour les deux types de trafic. Ainsi, en fonction de ses objectifs commerciaux
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FIGURE 3.8 – Gain de la probabilité de collision des trafics RT en fonction du profil de partitionne-
ment N2 et de la probabilité α. CWmink = 16, mk = 10, tr = 5, N = 16, n = 50 et r = 0.5
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FIGURE 3.9 – Gain de la probabilité de collision des trafics NRT en fonction du profil de parti-
tionnement N2 et de la probabilité α. CWmink = 16, mk = 10, tr = 5, N = 16, n = 50 et
r = 0.5
et tarifaires, un fournisseur d’accès IEEE802.16e pourra définir ses propres règles de
prioritisation entre ces deux types de flux de données.
En complément aux résultats déjà présentés, nous fournissons ici les figures repré-
sentatives des gains accessibles pour le délai d’établissement de connexions pour les
deux types de trafic. Premièrement, la figure 3.10 montre le gain, toujours exprimé en
pourcentage, pour le délai des trafics temps réel. A l’inverse des comportements obser-
vés précédemment, les gains les plus forts s’obtiennent ici par l’utilisation de valeurs
élevées pour α et faibles pour N2. Concernant les gains possibles pour le délai des trafics
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FIGURE 3.10 – Gain de délai des trafics RT en fonction du profil de partitionnement N2 et de la
probabilité α. CWmink = 16, mk = 10, tr = 5, N = 16, n = 50 et r = 0.5
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FIGURE 3.11 – Gain de délai des trafics NRT en fonction du profil de partitionnement N2 et de la
probabilité α. CWmink = 16, mk = 10, tr = 5, N = 16, n = 50 et r = 0.5
non temps réel, le comportement est similaire à la figure 3.9.
De manière générale, l’étude des gains révèle que de fortes améliorations sont pos-
sibles à condition qu’on établisse une préférence claire entre la probabilité de collision
et le délai d’établissement de connexion. Néanmoins, l’observation précise des résul-
tats montre qu’un gain mutuel est possible pour un petit éventail de valeurs du couple
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{N2, α} : 8 ≤ N2 ≤ 10 et 0, 4 ≤ α ≤ 0, 6.
3.3.4 Dépendance et approximation des distributions d’arrivée
Nous terminons cette analyse numérique par la discution de la dépendance impli-
cite existante entre les arrivées de chaque trafic. En effet, nous avons remarqué précé-
demment que quelque soit le nombre des arrivées RT et NRT, il existe des relations de
dépendance : Z1 ≤ N, Z2 ≤ N2 et Z1 + Z2 ≤ N.
Par exemple, la figure 3.12 montre la distribution jointe des arrivées des requêtes
relatives aux appels temps réel et non temps réel. Ces résultats ont été obtenus pour un
groupe de 50 utilisateurs exploitant 8 codes N = 8. Ces codes sont partitionnés à raison
de 4 codes dédiés aux trafics temps réel N1 = 4 et 4 autres codes partagés entre les
trafics temps réel et non temps réel N2 = 4. Les autres paramètres suivent le standard
IEEE802.16e (Forum, 2005).
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FIGURE 3.12 – Distributions des arrivées temps réel et non temps réel pour 50 utilisateurs, 4 codes
RT dédiés et 4 codes NRT partagés
Au vu de ces résultats nous jugeons que cette distribution peut pertinemment être
approximée par le produit de gaussiennes. Afin d’appuyer ce fait, nous comparons la
distribution de ces arrivées avec d’autres, obtenues par combinaison de deux distribu-
tions gaussiennes. Ainsi, nous définissons deux variables aléatoires ψ1 et ψ2 indépen-
dantes de distributions gaussiennes discrétisées tronquées et normalisées. Ces distri-
butions se définissent à travers les moyennes respectives µ1, µ2 et les variances σ1, σ2
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FIGURE 3.13 – Erreur relative entre l’approximation par deux distributions gaussiennes et celle
des arrivées par classe de service (figure 3.12)
respectivement. Nous considérons leur produit suivant la relation suivante :
P(Z
ψ
1 = i,Z
ψ
2 = j) = P(ψ1 = i)P(ψ2 = j) (3.42)
En considérant un large spectre de valeurs pour les moyennes et variances de ces
deux gaussiennes, nous comparons la distribution de la relation (3.42) avec celle obte-
nue par notre simulateur comportemental. Or nous obtenons une approximation fine
de celle d’origine. Ainsi, la figure 3.13 présente l’erreur relative calculée à partir de la
relation (3.41) entre les différentes probabilités présentées par la figure 3.12 et celles is-
sues de notre approximation. L’expérience a porté sur deux distributions gaussiennes
de moyenne µ1 = 0.5575 et µ2 = 0.7564 et de variance σ1 = 1.2739 et σ2 = 1.0749
respectivement. Ces distributions suivent la loi normale qui à tout réel x, y associe une
probabilité y suivant la relation (3.43). Dans cette configuration, l’erreur relative d’ap-
proximation ne dépasse jamais les 0.012. Autrement dit, en tout point de notre distribu-
tion des arrivées temps réel et non temps réel, l’approximation par un produit de deux
gaussiennes n’excède pas les 1.2 %. Cette expérience empirique nous porte à croire que
le comportement des arrivées par classe de service dans un système IEEE802.16e peut
être approximé par le somme de deux variables aléatoires indépendantes de distribu-
tions gaussiennes. En outre, cet observation nous amène aussi à considérer la faisabilité
d’exploitation d’une nouvelle hypothèse. L’expérience menée ici se base sur un grand
nombre de codes (N = 8) vis à vis du nombre d’utilisateur (n = 50). Aussi, les probabi-
lités d’avoir un grand nombre d’arrivées simultanées par classe est extrêmement faible
(voir la figure 3.4 par exemple). Dès lors, nous pouvons dresser l’hypothèse, que dans
un tel environnement, les processus d’arrivée des deux classes de trafics sont indépen-
dants.
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y = f (x|µ, σ) = 1
σ
√
2pi
e
−(x−µ)2
Zσ2 (3.43)
3.4 Conclusion et perspectives
Cette partie de l’étude développe un élargissement original du modèle mis en place
dans le chapitre précédent. Nous y développons un nouveau modèle théorique intro-
duisant un mécanisme nouveau de partitionnement adaptatif des codes alloués exclu-
sivement aux trafics temps réel. Ce mécanisme est caractérisé par le couple de valeurs
{N2, α}. Il a pour but d’apporter une granularité supplémentaire favorisant les trafics
sensibles au délai d’établissement de connexion avec la station de base. En outre, nous
proposant dans ce chapitre un outil simple ouvrant un large champs d’application sur
les mécanismes d’établissement de connexion de la couche MAC.
Ainsi, le principe de partitionnement établit un élément de contrôle d’admission en
amont de celui opéré par la station de base. Ainsi certains types de service se verraient
refuser l’envoi de requêtes de ressources par une absence de codes disponibles à leur
attention. Cette mesure a pour but d’empêcher un service de consommer les ressources
radio utiles à l’envoi d’un «ranging request », alors que la station de base est dans l’in-
capacité de lui attribuer la moindre ressource. Par exemple, nous pouvons définir un
algorithme adaptatif définissant les plages de codes accessibles pour chaque type de
trafic en fonction des ressources encore disponibles pour ces flux. Ce mécanismes di-
minuerait le nombre de codes alloués aux trafics temps réel, dans la mesure où ces
derniers occupent déjà la quasi-totalité des ressources du système. En outre, les trafics
permettant le partage dynamique des ressources auront de plus grandes chances d’ac-
cès au système IEEE802.16. Par ailleurs, la station de base peut de la même manière
limiter l’engorgement des requêtes à son entrée. En conséquence, les trafics temps réel
ont maintenant la possibilité de réduire de manière forte le délai d’engagement de leur
transmissions. Enfin, ce principe peut à termemener à une réduction globale des temps
de traitement des requêtes au niveau de la station de base.
Autre contribution majeure de cette étude : la caractérisation des arrivées par rafale.
En effet, à ce jour, il nous semble que cette étude est la première à proposer un calcul
abouti de la distribution des arrivées discrètes par classe de service. En l’occurrence, ce
calcul exploite la totalité des paramètres relatifs à l’engagement des communications
dans le IEEE802.16. Aussi, ces distributions constituent une contribution majeure. Elles
définissent un processus d’arrivée réaliste, générale et entièrement paramètrable pour
tout travaux futur. Par ailleurs, l’étudemontre que la distribution des arrivées par classe
peut être approximée par la combinaison de deux distributions gaussiennes. Ce fait
introduit la possibilité et la justification d’exploiter des arrivées de type gaussien pour
tout travaux futurs portant ou utilisant un processus d’arrivée des requêtes dans le
standard IEEE802.16.
Les résultats obtenus dans cette étude expriment de manière qualitative et quanti-
tative la nature des gains donnés par ce nouveau mécanisme de partitionnement des
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codes. Ce mécanisme offre une maîtrise complète des améliorations de performances
accessibles pour chaque type de trafic. Ainsi, tout fournisseur d’accès pourra se définir
sa propre politique de différenciation de flux. Ce choix pourra aller de pair avec une
tarification adéquate. En effet, au travers du choix du couple de paramètres {N2, α}, un
fournisseur de service IEEE802.16e pourra choisir le couple en fonction de la métrique
de performance devant faire l’objet d’une amélioration particulière.
Dans une vision plus égalitaire d’amélioration conjointe, les mobiles IEEE802.16e
peuvent améliorer leur performances globales de connexions (collision et délai) par
l’utilisation d’un principe de partitionnement où les codes sont répartis suivant le nombre
de requêtes respectif pour chaque trafic et une distribution uniforme du choix des codes
pour les trafics temps réels. Soit en d’autre terme :
r =
N2
N
et α =
N1
N
(3.44)
Partant de l’idée fondatrice de ce mécanisme, différentes pistes de recherche sont
identifiables. Premièrement, les classes de trafic prises indépendamment : nrtPS, rtPS
et UGS pourraient se voir allouer une partie dédiée de la plage des codes tout en
conservant l’accès au seuls codes accessibles au trafic Best Effort. La formalisation de
ce principe généralisé de partitionnement permettrait une différenciation extrêmement
fine et modulable de différenciation des services entre eux. Par ailleurs, nous avons
montré que le processus d’arrivée des requêtes temps réel et non temps réel peut être
approximé par le produit de deux variables aléatoires indépendantes de distributions
gaussiennes . Aussi, il nous importe de pouvoir caractériser les paramètres de ces
deux distributions en fonction de ceux de communications. Ainsi, nous serions à même
d’identifiant les relations liant les moyennes et variances de ces distributions gaus-
sienne avec l’ensemble des paramètres desmécanismes de connexion du standard IEEE-
802.16e.
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4.1 Formulation du problème
4.1.1 Objectifs
Le chapitre précédent identifie et modélise les performances sur couche MAC des
utilisateurs IEEE802.16e. En outre, nous y avons intégré un principe nouveau de par-
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titionnement logique des codes CDMA entre les deux principaux types de trafic. La
continuité de cette étude vise à faire de même au niveau structurel supérieur. En effet,
nous désirons maintenant étudier la capacité d’une cellule IEEE802.16e à accueillir des
utilisateurs. L’objectif est alors de modéliser et d’étudier le comportement d’un tel sys-
tème en fonctionnement. Un autre objectif est de proposer différents mécanismes liés
au contrôle d’admission. Dans ce chapitre, nous cherchons à étudier les performances
atteintes par notre algorithme de contrôle d’admission. Cet algorithme se définit au tra-
vers de ses objectifs. Premièrement, il doit fournir aux trafics temps réel les ressources
demandées. Deuxièmement, il doit assurer accès aux ressources égalitaire entre les tra-
fics non temps réel. En outre, l’algorithme de CAC doit aussi empêcher toute famine de
ressources pour ces même appels. Enfin, il doit maintenir la plus grande efficacité pos-
sible vis à vis de l’utilisation des ressources radio. Par ailleurs, nous intégrons dans ce
modèle la mobilité intra-cellulaire des utilisateurs. Cet intégration nouvelle introduit le
besoin d’adjoindre à notre algorithme de CAC des éléments lui permettant de gérer au
mieux cette nouvelle donnée. Nous désirons donc aussi étudier la capacité d’une cellule
IEEE802.16e à assurer une pérennité de service à des utilisateurs mobiles. L’objectif est
alors de modéliser et d’étudier le comportement d’un tel système en fonctionnement.
Un autre objectif est de proposer une autre aptitude liées au contrôle d’admission. Ce
nouvel algorithme devra limiter la perte des appels lorsque les utilisateurs se déplacent
d’un secteur à un autre (voir la section 1.2.3 pour plus de détails).
4.1.2 Environnement
Aussi, nous développons dans ce chapitre un modèle de capacité pour une cellule
IEEE802.16e. Ce modèle intègre le mécanismes de différenciation de trafic du chapitre
précédent. En se basant sur le processus général des arrivées de requêtes, nous propo-
sons ici un nouvel algorithme d’allocation de ressources pour les trafics temps réel basé
sur la position de l’utilisateur (SNR) dans la cellule.
Dans ce système, toutes les connexions temps réel disposent du même débit et les
durées de ces appels sont indépendantes de la quantité de ressources consommées. En
effet, l’expérience et la logique prouve que le temps de séjour d’un appel temps réel
dans un tel système est uniquement lié aux habitudes comportementales des utilisa-
teurs vis à vis de la consommation de ce genre de service. A l’inverse, la durée des
appels non temps réel dépendent de l’assignation dynamique des ressources réparties
parmi tous les appels de ce type.
En ce qui concerne la mobilité des utilisateurs, et donc de leur appels, ils peuvent
désormais changer de secteur de modulation au cours du temps (voir section 1.2.3). Le
comportement de migration ne dépend pas de la classe de trafic. Les appels sont libres
de migrer uniquement vers les secteurs adjacents et à raison d’un maximum de une
migration par appel et par temps du système.
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4.1.3 Description du système
De nombreuses études antérieures partent du principe que les paquets, ou les ap-
pels, arrivent dans le système en suivant un processus de Poisson. Ceci, en vue de la
simplification du modèle analytique. De plus, ces mêmes études supposent l’indépen-
dance des différents types de connexions engagées dans le standard IEEE802.16e. Or,
ces connexions utilisent un nombre fini de codes soumis à la compétition des mobiles.
Par conséquent, les différents processus d’arrivée sont alors implicitement dépendants.
Cet état de fait est un des points de conclusion du chapitre précédent (voir section 3.4).
Dans ce chapitre, nous développons le modèle d’une seule cellule IEEE802.16e com-
posée de deux secteurs utilisant deuxmodulations différentes (voir la section 1.2.3 pour
plus de détails). Ces appels peuvent être des appels temps réel (RT), correspondant aux
trafics de type UGS et rtPS, ou non temps réel (NRT) pour les trafics nrtPS et BE (voir
section 1.3.5). L’accès aux ressources de la cellule se fait en accord avec le principe de
différenciation des plages de codes accessibles aux trafics temps réel et non temps réel,
tel que défini dans le chapitre précédent. Tous les mobiles de la cellule suivent un com-
portement saturé : ils disposent continuellement d’un service en attente de ressources
radio.
La cellule est composée de r secteurs. Nous considérons que les mobiles sont unifor-
mément distribués sur l’ensemble de la cellule. Ainsi, la population de chaque secteur
est déterminée en fonction de l’aire de chacun d’eux. Enfin, la modélisation se base sur
une chaîne de Markov à temps discret (DTMC), où un temps système correspond à la
durée d’une trame MAC.
4.1.4 Algorithme du contrôle d’admission
Nous définissons maintenant l’algorithme de contrôle d’admission (CAC) des re-
quêtes entrantes dans le système à temps discret.
Les trafics temps réel sont caractérisés par un même débit binaire. En conséquence,
ces trafics reçoivent un nombre de sous-porteuses (voir section 1.2.1 et figure 1.2) cor-
respondant à l’efficacité de leur modulations (bit par symbole), et ainsi en fonction de
leur secteurs respectifs. Le système peut alors accepter des communications temps réel
jusqu’à débordement des ressources radio disponibles. Aussi, ces appels sont soumis
à la possibilité de blocage par le système. De plus, le système a la particularité de re-
cevoir plusieurs requêtes de ressources durant un seul temps système (batch arrivals).
Dans le cas où le système ne peut pas satisfaire toutes ces demandes à la fois, l’al-
gorithme de contrôle d’admission acceptera un certain nombre d’entre elles en favo-
risant celles qui demandent le moins de ressources. Par conséquent, ce seront celles
issues des secteurs les plus intérieurs à la cellule qui seront satisfaites en priorité. Ce
principe a pour principal objectif d’assurer une gestion efficace de la ressource radio.
L’acceptation prioritaire des meilleures modulations permet de maximiser la quantité
globale d’information transmise par sous-porteuse. Pour clore avec la gestion de ces
trafics, nous rappelons que le temps de séjour de ce type de trafic est indépendant des
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ressources qu’il consomme, mais qu’il dépend uniquement du comportement de son
utilisateur.
A l’inverse, les trafics non temps réel n’ont aucune exigence précise de bande pas-
sante. Le contrôle d’admission allouera ici un nombre de sous-porteuses identiques à
chacun de ces trafics. Les appels non temps réel supportent la variation dynamique
de leur ressources allouées. Aussi, à chaque temps du système, la station de base leur
allouera les ressources laissées disponibles par les appels temps réel en cours. Le par-
tage de ces ressources se fait sur la base d’un processus égalitaire de (Processor Sharing)
(Benameur et al., 2001). Ainsi, le débit final d’un trafic non temps réel dépend à la fois
de son secteur (c’est à dire de sa modulation), des ressources laissées libres par les ap-
pels temps réel et du nombre total des appels non temps réel dans le système. Notons
ici qu’afin d’éviter toute famine de ressources pour les appels non temps réel, nous
intégrons dans le CAC un nombre fixe et minimum de porteuses dédiées uniquement
aux appels non temps réel. Nous voulons pouvoir ainsi observer le comportement et les
performances de cet algorithme en fonction de cette quantité réservée. Par cette précau-
tion, les trafics non temps réel ne pourront jamais être bloqués à l’entrée du système.
Rappelons, enfin, que le temps de séjour de ces appels dépend intrinsèquement des
ressources consommées : plus le trafic disposera de sous-porteuse, plus vite le service
se terminera.
Par ailleurs, notre algorithme de contrôle d’admission vise à réduire les probabilités
qu’un appel temps réel soit perdu d’un secteur à un autre faute de ressources encore
libres : si un utilisateur appelant migre d’un secteur vers un autre plus en bordure de
cellule, l’appel demandera un supplément de sous-porteuses afin de compenser la perte
d’efficacité de modulation induite par le changement de secteur. Dans la mesure où les
ressources encore disponibles dans le système sont insuffisantes, l’appel sera perdu et
l’utilisateur extrêmement mécontent. Afin d’éviter ces pertes, le CAC proposé ici in-
troduit une autre réserve de bande passante. Cette réserve vise à satisfaire le besoin
de supplément de bande passante des appels migrant en bordure de cellule. Quand
plusieurs migrations de ce type interviennent durant un même temps système, le CAC
acceptera en priorité les migrations demandant le plus faible supplément de ressources,
c’est à dire celles intervenant dans les secteurs les plus intérieurs de la cellule. En consé-
quence, du moment qu’un appel est perdu dans un secteur après migration, toutes les
migrations dans les dans un autre secteur, extérieurs à celui-ci seront aussi perdues.
4.2 Modèle théorique
4.2.1 Définition des états du système
Le système gère deux classes de service sur r secteurs. Aussi, nous représentons un
état du système en un vecteur −→n . Ce vecteur est composé des appels en cours dans le
système pour les deux classes pour chacune des r secteurs.
Soit nki le nombre d’appels résidant dans le système pour la classe k, k = {RT,NRT}
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et dans le secteur i, i = 1, ..., r. Pour les besoin de l’étude, et pour simplifier les écritures,
nous différencions les vecteurs −→n RT et −→n NRT représentant respectivement le nombre
des appels RT et NRT du système. Le vecteur −→n est défini de la manière suivante :
−→n = (−→n RT,−→n NRT) (4.1)
−→n = (nRT1 , ..., nRTr , nNRT1 , ..., nNRTr ) −→n ∈ N2r (4.2)
Pour la suite, soit L la bande passante totale du système. Comme décrit dans l’al-
gorithme du contrôle d’admission, nous établissons LNRTmin la bande passante minimale
réservée aux appels NRT. Soit Lmob une autre partie de bande passante réservée à la
gestion de la mobilité des utilisateurs. Naturellement, les appels RT auront un accès
prioritaire à la bande passante laissée après ces deux parties réservées : LRT
LRT = L− LNRTmin − Lmob (4.3)
Aux appels RT sont assignées un certain nombre de sous-porteuses par secteur LRTi
pris parmi LRT. Ce nombre de sous-porteuses dépend du débit donné à chaque appel
RT dans la cellule et de la modulation utilisée par le mobile engageant ce type d’appel.
Dès lors, les appels NRT se partagent la bande passante restante LNRT. Par contre, cette
dernière ressource sera partagée entre les appels NRT en suivant le principe défini dans
(Benameur et al., 2001). Ce partage est défini aux travers des relations suivantes :
LNRT(−→n RT) = L−
r
∑
i=1
nRTi L
RT
i (4.4)
r
∑
i=1
nRTi L
RT
i ≤ LRT (4.5)
LNRTi (
−→n ) = L
NRT(−→n RT)
∑
r
i=1 n
NRT
i
(4.6)
Nous précisons que la variable LNRTi (
−→n ) accepte de prendre des valeurs non en-
tières. En effet, l’allocation des ressources peut se faire suivant un multiplexage tem-
porel. Cette particularité autorise donc qu’un appel non temps réel reçoive un nombre
décimal de sous-porteuses une fois rapporté à la proportion d’un seul slot système.
A partir des relations définies dans (Tarhini et Chahed, 2007b), nous calculons le
débit physique. Notons que le débit d’un appel temps réel (RT) est fixé par les infor-
mations contenues dans la requête de bande passante à l’origine de cet appel. Nous
supposerons que tous les appels temps réel demandent au système le même débit de
transmission. Soit RRT le débit requis par chaque appel temps réel. Soit RNRTi le débit at-
teint par les appels non temps réel dans la région i. Ce débit répond aux caractéristiques
particulières décrites précédemment.
Afin de procéder au calcul du débit des appels NRT, nous définissons K comme le
nombre de fréquences assignées à chaque sous-porteuse de transmission de données
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temps réel. Soit B le débit symbole (nombre de symboles par seconde) et Ei l’efficacité
de modulation (en nombre de bits par symbole). BLERi correspond au taux d’erreur
bloc (BLER) d’une région i. De plus, nous définissons Lki comme le nombre de porteuses
assignées à un appel de classe k dans le secteur i. Le débit Rki pour un appel de classe k
dans le secteur i est alors donné par la relation suivante :
Rki (
−→n ) = Lki (−→n )× K × B× Ei × (1− BLERi) (4.7)
Par ailleurs, nous pouvons aisément déterminer le nombre de sous-porteuses re-
quises par un appel RT dans le secteur i :
LRTi =
RRT
K× B× Ei × (1− BLERi) (4.8)
L’espace des états E du système s’obtient en considérant tous les états possibles pour
lesquels les appels RT ne dépassent pas la capacité totale du système :
E = {−→n ∈ N2r|
r
∑
i=1
nRTi L
RT
i ≤ LRT} (4.9)
4.2.2 Arrivées et départs du système
Nous caractérisons ici les arrivées et départs d’appel qui interviennent dans le sys-
tème. Les arrivées peuvent être la conséquence d’une migration provenant des secteurs
voisins ainsi que l’acceptation dans le système d’une nouvelle requête initialisant un
nouvel appel. De la même manière, un départ d’appel peut être le résultat d’une mi-
gration vers un secteur voisin ou alors de la fin d’un appel.
Premièrement, nous calculons le processus d’arrivée par engagement des nouveaux
appels entrant dans le système.
Sachant que les requêtes de type RT et NRT proviennent de chacun des r secteurs,
nous considérons que les nmobiles sont uniformément répartis sur la cellule IEEE802.16e.
Aussi, le nombre ni de mobiles contenu par le secteur i est fonction de son ratio de su-
perficie (voir table 1.2). Soit ri le rayon du secteur i avec r0 = 0 et R le rayon total de la
cellule. La population ni d’un secteur i est donnée par la relation suivante :
ni =
r2i − r2i−1
R2
× n avec i ∈ [1, ..., r] (4.10)
Soit
−→
A et
−→
B , deux vecteurs composés de r variables aléatoires à valeurs entières
indiquant les nouvelles arrivées dans chacun des r secteurs.
−→
A pour les trafics RT et−→
B pour les trafics NRT. Soit
−→
Z le vecteur de dimension 2r représentant les nouveaux
appels arrivant sur tous les secteurs pour les deux types de trafics :
−→
A = (A1, ..., Ar),
−→
B = (B1, ..., Br), et
−→
Z = (
−→
A ,
−→
B ) (4.11)
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Nous consiédrons que les arrivées pour les appels RT et NRT sont dépendantes. Le
nombre maximum d’appels RT (respectivement NRT) est fonction du nombre de codes
associés à ce type de trafic : NRT = N1 + N2 (respectivement NNRT = N2). Remarquons
aussi que le nombre total des arrivées ne peut pas excéder le nombre total des codes
N. Suivant le principe de partitionnement en vigueur ici : A = ∑
i
Ai, B = ∑
i
Bi et
A+ B ≤ NRT .
Pour la suite de l’étude, nous identifions P(
−→
Z ), la probabilité associée au vecteur−→
Z . Cette probabilité suit la relation suivante :
P
(
A1 = a1, ..., Br = br
)
=
∏
r
i=1
(
ni
ai
)(
ni − ai
bi
)
(
n
a
)(
n− a
b
) P(A = a, B = b) (4.12)
où
a =
r
∑
i=1
ai et b =
r
∑
i=1
bi (4.13)
Notons que la probabilité P(A = a, B = b) correspond à la distribution jointe don-
née par notre simulateur comportemental. Cette distribution peut d’ailleurs être ap-
proximé par la méthode décrite dans la section 3.3.4.
Deuxièmement, nous calculons les distributions relatives aux processus de migra-
tion des appels. Soit pi,j la probabilité qu’un appel dans le secteur imigre vers le secteur
j. Afin de calculer cette probabilité pour chaque classe de trafic dans chaque secteur,
nous définissons préalablement mki,j comme la variable aléatoire du nombre d’appels
de classe k dans le secteur i migrant vers la région j. mki,j ∈ [0, nki ]. Notons qu’ici, nous
devons uniquement prendre en compte les appels toujours en cours à la fin du temps
système en omettant ceux qui auront terminés leur services durant cet espace de temps.
Aussi, la distribution des migrations intervenant dans la cellule se base en partie sur
la connaissance de la répartition des appels finissant leur services durant l’espace de
temps concerné. En se basant sur ces observations, la probabilité de migration est défi-
nie de la manière suivante :
P(mki,j = x|Dc = y) =
(
nki − y
x
) (
pi,j
)x(1− pi,j)nki−x−y (4.14)
Enfin, nous désirons déterminer le processus de départ des appels du système suite
à la terminaison de leur services. Nous calculons ainsi les probabilités de départ des
appels de classe k dans un secteur i. Sachant que la durée des appels RT ne dépend
pas des ressources consommées. Les appels RT demeurent dans le système durant un
temps exponentiellement distribué de moyenne µRT . Cette moyenne ne varie pas au
cours du temps ni en fonction de la charge globale du système.
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Par contre, la durée des appels NRT dépend des ressources consommées. Aussi,
le service est exponentiellement distribué de moyenne µNRTi . Mais notons que cette
moyenne change dynamiquement avec la charge du système et le secteur de l’appel
considéré. A chaque temps système, le nombre de services en cours évolue, ainsi que
les ressources laissées libres par les appels RT. Autre particularité à soulever ici, la
moyenne µNRTi dépend uniquement des ressources attribuées à chaque appel NRT en
début de temps système. Cette moyenne n’est pas sujette aux libérations de ressources
faites par les appels se terminant durant tout le temps système observé. En effet, le
standard IEEE802.16e renseigne les mobiles de leur ressources allouées uniquement en
début de trameMACvia la DL/UL-MAP (voir section 1.2.1 pour plus de détails). Aussi,
les mobiles sont incapables de prendre connaissance des libérations de ressources éven-
tuelles ayant lieu durant l’espace de temps d’une trame MAC avant de recevoir les
«map» de la trame suivante. Par conséquent, nous considérons que la bande passante
disponible en début de trame MAC ne change pas durant tout l’espace de temps de
cette trame.
Ainsi, le temps moyen de séjour d’un appel NRT dans le secteur k est fonction de
la taille moyenne de l’entité de données à transmettre E(Pay) et du débit de cet appel
RNRTi . Ce temps étant défini comme suit :
µNRTi (
−→n ) = R
NRT
i (
−→n )
E(Pay)
(4.15)
Dès lors nous pouvons déterminer le nombre moyen de fins de service durant une
trame MAC. Soit nki le nombre d’appels dans le système pour la classe k et le secteur
i. Soit, T la durée d’une trame MAC. Le nombre moyen de fins de service λki pour la
classe k et dans le secteur i est alors donné par :
λRTi = n
RT
i µ
RTT et λNRTi = n
NRT
i µ
NRT
i (
−→n )T (4.16)
Enfin, nous déterminons ici la distribution des fins de service en supposant qu’elles
suivent une distribution de Poisson. Soit Ski le nombre de services terminés durant un
temps système. leur distributions suivent l’expression suivante :
P(Ski = x|−→n ) =


(λRTi )
x
x!
e−λ
RT
i , si k = RT
(λNRTi )
x
x!
e−λ
NRT
i , si k = NRT.
(4.17)
Finalement, nous pouvons calculer la distribution des fins d’appel intervenant du-
rant une trame MAC. Soit Dki le nombre des appels de classe k dans le secteur i, termi-
nant leur services durant une trame MAC :
P(Dki = d
k
i ) =
P(Ski = d
k
i )
∑
nki
j=0 P(S
k
i = j)
(4.18)
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4.2.3 Transitions d’état du système
A partir de là, nous introduisons le vecteur −→n ′ en tant qu’état du système au début
de la trame t + 1. Cet état est le résultat de l’ensemble des arrivées et départs ayant
eu lieu durant tout l’espace de temps de la trame t. Notons aussi que l’ensemble des
vecteurs −→n ′ appartiennent aussi à l’espace E défini par la relation (4.9) :
−→n ′ = (n′RT1 , ..., n′RTr , n′NRT1 , ..., n′NRTr ) avec −→n ′ ∈ E (4.19)
Par conséquent, les probabilités de transitions du système sont obtenues en consi-
dérant toutes les transitions possibles entre les états −→n et −→n ′.
Soit x = (xRT1 , ..., x
RT
r , x
NRT
1 , ..., x
NRT
r ) le vecteur représentant l’évolution entre les
vecteurs −→n et −→n ′. Il correspond aux résultats de l’ensemble des arrivées et des départs
intervenant durant le temps de la trame MAC t. Suivant ces définitions, nous notons
les transitions d’état de la manière suivante :
P(−→n ,−→n ′) = P(−→n ′ = −→n + x) (4.20)
Les calculs de probabilités de transitions demandent donc de considérer les transi-
tions possibles pour chaque trafic et secteur. Mais, remarquons que ces évolutions dé-
pendent des ressources disponibles LRT. En effet, le système supporte un nombre limité
d’appels temps réel défini à travers la relation (4.9). Du fait des principes directeurs de
notre algorithme de contrôle d’admission, le système acceptera prioritairement les ap-
pels RT exploitant la modulation la moins gourmande en sous-porteuses. De leur coté,
les appels non temps réel sont acceptés sans limites et indépendamment des appels RT
déjà acceptés. Nous précisons que notre approche discrète des événements considère
tout d’abord les départs d’appel, puis les migrations et enfin les nouveaux appels en-
trant dans le système. L’étude nécessite alors d’introduire les cas où l’occupation en
ressource des appels RT atteint les limites du système. Dans ces cas là, nous définissons
l’existence de deux éléments i∗ et i♯. Le premier élément existe dès lors qu’un appel
entrant est bloqué alors que toutes les requêtes envoyées durant la trame MAC n’ont
pas encore été traitées. Ainsi, soit i∗, i∗ = 1, . . . , r, le premier secteur où au moins une
requête est bloquée faute de ressources disponibles à sa satisfaction. Le second élément
existe lorsqu’une perte d’un appel migrant survient au sein de la cellule. Aussi, soit i♯,
i♯ = 1, . . . , r, le premier secteur où au moins une migration entrante a été bloquée, là
aussi faute de ressources disponibles.
Dès lors, nous définissons les comportements de transition propre à chaque cas :
– les transitions du sytème définissent l’existence d’un secteur spécifique i♯, 1 ≤
i♯ ≤ r, au delà duquel aucune nouvelle migration vers une région extérieure ne
pourra être acceptée. Les appels migrant depuis le secteur i♯ vers le secteur i♯ + 1
sont tous perdus. Ceux migrant du secteur i♯ − 1 vers i♯ sont acceptés jusqu’à la
limite xRTi♯ . Enfin, toutes les migrations arrivant aux secteurs j = 1, ..., i
♯ − 1 sont
naturellement acceptées.
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– les transitions du sytème définissent l’existence d’un secteur spécifique i∗, 1 ≤
i∗ ≤ r, où tous les appels arrivant des secteurs j = 1, ..., i∗ − 1 sont acceptés. Les
appels arrivant en secteur i∗ sont acceptés jusqu’à la limite xRTi∗ . Enfin, les appels
entrant dans les secteurs j = i∗ + 1, ..., r sont logiquement bloqués.
– Les événements intervenant durant une trame MAC ne permettent à aucun ins-
tant d’atteindre les limites du système. Aussi, toutes les migrations ainsi que
toutes les arrivées des nouveaux appels sont acceptées et aucun élément i∗ ou
i♯ n’existent.
Les valeurs de i∗ et i♯ sont données par les relations suivantes :
i∗ = min
(
i|LRT −
r
∑
j=1
LRTj (n
RT
j − dRTj ) (4.21)
+
r
∑
j=2
mj,j−1(Lj − Lj−1) (4.22)
−
r−1
∑
j=1
mj,j+1(Lj+1− Lj) (4.23)
−
i
∑
j=1
ajL
RT
j < 0
)
(4.24)
i♯ = min
(
i|L− LNRTmin −
r
∑
j=1
LRTj (n
RT
j − dRTj ) (4.25)
+
r
∑
j=2
mj,j−1(Lj − Lj−1) (4.26)
−
i
∑
j=1
mj,j+1(Lj+1− Lj) < 0
)
(4.27)
avec 1 ≤ i∗ ≤ r et 1 ≤ i♯ ≤ r
Ici, nous introduisons la fonction δ comme la fonction indicatrice définie comme
suit :
δ(X) =
{
1, si X est vrai
0, sinon .
(4.28)
Du moment que i∗ existe, nous définissons les fonctions suivantes qui décrivent les
événements possibles aboutissant à une surcharge du système. A partir du secteur i∗
un appel ou plus est bloqué faute de ressources disponibles.
Afin de faciliter la lisibilité des fonctions de Dirac à venir, nous définissons une
relation intermédiaire ykj représentant la variation du système pour la classe k dans le
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secteur j où les variations dues aux migrations n’ont pas étaient prises en compte :
ykj = x
k
j −mkj−1,j −mkj+1,j +mkj,j−1 + mkj,j+1 (4.29)
δ∗1 =
i∗−1
∏
j=1
δ
(
yRTj = a
RT
j − dRTj
)
(4.30)
δ∗2 = δ
(− xRTi∗ −mRTi∗,i∗−1 −mRTi∗ ,i∗+1 ≤ dRTi∗ < aRTi∗ − yRTi∗ ) (4.31)
δ∗3 =
r
∏
j=i∗+1
δ
(
2xRTj − yRTj = dRTj
)
(4.32)
Du moment que i♯ existe, nous définissons les fonctions suivantes qui aboutissent là
aussi à une surcharge du système. A partir du secteur i♯, une migration ou plus venant
du secteur inférieur est perdue.
δ
♯
1 =
i♯−1
∏
j=1
δ
(
yRTj = d
RT
j
)
(4.33)
δ♯2 = δ
(− xRTi♯ −mRTi♯,i♯−1 −mRTi♯,i♯+1 ≤ dRTi♯ < −yRTi♯ ) (4.34)
δ
♯
3 =
r
∏
j=i♯+1
δ
(
xRTj = d
RT
j +m
RT
j,j+1 + m
RT
j,j−1 −mRTj+1,j
)
(4.35)
Enfin, notons que si i∗ et i♯ existent en même temps, le calcul de transition requiert
seulement l’utilisation des fonctions δ♯. En effet, du moment que i♯ existe, aucun nou-
vel appel RT n’est accepté par le système. Ce choix découle de l’observation qu’il est
beaucoup plus pénalisable de perdre un utilisateur déjà consommateur de service par
rapport à bloquer un autre demandeur d’un engagement de service.
Par conséquent, les probabilités de migration sont obtenues en calculant tous les
cas possibles de départ, d’arrivée et de migration durant une unique trame MAC au
travers de la fonction Ω. Ensuite, nous observons quel scénario parmi ceux définis ci-
dessus correspond à la transition recherchée via le système ∆.
Le calcul de transition d’état obéi alors aux relations suivantes :
P(−→n ,−→n ′) =
g1
...
gr
∑
a1=0
...
ar=0
w1
...
wr
∑
b1=0
...
br=0
nRT1
...
nRTr
∑
d1=0
...
dr=0
nRT1
...
nRTr
∑
y−1 =0
...
y−r =0
nRT1
...
nRTr
∑
y+1 =0
...
y+r =0
nNRT1
...
nNRTr
∑
z−1 =0
...
z−r =0
nNRT1
...
nNRTr
∑
z+1 =0
...
z+r =0
Ω× ∆ (4.36)
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avec
fi = max(0, dRTi + x
RT
i − nRTi−1− nRTi+1)
gi = min(NRT , ni)
vi = max(0, dNRTi + x
NRT
i − nNRTi−1 − nNRTi+1 )
wi = min(NNRT , ni)
Ω = Z
r
∏
i=1
(
D.MRT.MNRT
)
∆ =


δ
♯
1 × δ♯2 × δ♯3, si i♯ ∈ [1, ..., r].
δ∗1 × δ∗2 × δ∗3 , si i∗ ∈ [1, ..., r].
1, sinon
Z = P(A1 = a1, ..., Ar = ar , B1 = b1, ..., Br = br)
D = P(DRTi = d
RT
i )×
P(DNRTi = bi − xNRTi −mNRTi,i−1 −mNRTi,i+1)
MRT = P(mRTi,i−1 = y
−
i |Dc = dRTi + y+i )×
P(mRTi,i+1 = y
+
i |Dc = dRTi + y−i )
MNRT = P(mNRTi,i−1 = z
−
i |Dc = dNRTi + z+i )×
P(mNRTi,i+1 = z
+
i |Dc = dNRTi + z−i )
En se basant sur toutes ces observations, nous pouvons procéder à la réalisation de
la matrice de transition P du système :
P =
(
P(−→n ,−→n ′)
)
, pour (−→n ,−→n ′) ∈ E× E (4.37)
Dès lors, nous déterminons le vecteur de distribution stationnaire
−→
Π en résolvant le
système d’équations indépendant linéaire suivant :
−→
Π = {pi(−→n )|−→n ∈ E} avec


−→
Π P =
−→
Π
∑−→n ∈E
pi(−→n ) = 1 (4.38)
4.3 Mesures de performance
4.3.1 Débit total des trafics non temps réel
Etant donné que le débit de chaque appel temps réel est fixé par les utilisateurs, nous
traitons ici celui des appels non temps réel. Dès lors, nous calculons le débit physique
atteint en moyenne par un trafic NRT. Pour cela, nous nous basons sur la relation (4.7),
ainsi que le débit moyen à l’état stationnaire du système. Aussi, soit RtotNRT le débit des
appels non temps réel de l’ensemble de la cellule.
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E(RtotNRT) = ∑−→n ∈E
pi(−→n )
r
∑
i=1
nNRTi R
NRT
i (4.39)
4.3.2 Temps moyen de séjour des appels non temps réel
Du moment que les appels non temps réel ne sont pas bloqués par le système, ils se
partagent les ressources laissées disponibles par les appels temps réel. Or, le temps de
séjour des appels non temps réel dépend directement des ressources du système aux-
quelles ils auront accès. Nous calculons ici le temps moyen de transfert en divisant le
nombre moyen d’appels NRT dans un secteur i : E(NRTi) ; avec les arrivées moyennes
de requêtes de type NRT dans le secteur i : ΛNRTi .
Le temps moyen de transfert des appels non temps réel dans le secteur i est donné
par la loi de Little (Gelenbe et Pujolle, 1987) :
TNRTi =
E(nNRTi )
ΛNRTi
=
∑−→n ∈E pi(
−→n )nNRTi
∑
min(ni,NNRT)
j=0 jP(NRTi = j)
(4.40)
où NRTi est la variable aléatoire du nombre d’arrivées d’appel non temps réel en région
i, dont la probabilité nous est donnée par :
P(NRTi = j) =
c1,...,cr
∑
a1=0
...
ar=0
e1,...,er
∑
b1=0
...
br=0
P
(
a1, ..., ar, b1, ..., br
)
(4.41)
Pour l = 1, . . . , r. cl = min(nl,NRT) et el = min(nl ,NNRT). bi = j et ei = j.
4.3.3 Probabilité de perte des appels temps réel
Soit PjD la probabilité qu’un appel migrant depuis le secteur j vers le secteur j + 1
soit perdu faute de ressources disponibles.
le calcul de cette probabilité requiert le calcul de tous les états et transitions possibles
amenant à un dépassement des ressources de la cellule par suite d’une migration ou
plus depuis les secteurs 1 à j. Dans ce but, nous avons à calculer la probabilité pj
i♯
qu’un
appel temps réel migrant vers le secteur j + 1 soit perdu dans la mesure où le secteur
bloquant les migrations est identifié : i♯.
La probabilité de perte générale pour chaque secteur est alors définie ainsi :
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P
j
D = ∑−→n ∈E
pi(−→n )
nRT1
...
nRTr
∑
d1=0
...
dr=0
nRT1
...
nRTr
∑
y−1 =0
...
y−r =0
nRT1
...
nRTr
∑
y+1 =0
...
y+r =0
ΩDp
j
i♯
(4.42)
y+j = 1 (4.43)
ΩD =
r
∏
i=1
(
D×MRT × δ♯1.δ♯2.δ♯3
)
(4.44)
D = P(DRTi = d
RT
i ) (4.45)
MRT = P(mRTi,i−1 = y
−
i |Dc = dRTi + y+i )P(mRTi,i+1 = y+i |Dc = dRTi + y−i ) (4.46)
p
j
i♯
=


0, si j < i♯;
1, si j > i♯;
1− mj
mj
, si j = i♯.
(4.47)
où pour i = 1, . . . , r :
mj = max
(
mi|L− LNRTmin −
r
∑
l=1
LRTl (n
RT
l − dRTl ) (4.48)
+
r
∑
l=2
y−l (L
RT
l − LRTl−1) (4.49)
−
i♯−1
∑
l=1
y+(LRTl+1− LRTl ) (4.50)
− mi(LRTi+1− LRTi ) > 0
)
(4.51)
4.3.4 Probabilité de blocage des trafics temps réel
La probabilité de blocage consiste en la probabilité qu’un appel temps réel soit blo-
qué en entrée du secteur j faute de ressources disponibles lors du traitement de la re-
quête de bande passante.
Soit PjB la probabilité qu’un appel désirant entrer en secteur j soit bloqué. Afin de
l’obtenir, nous calculons les différentes évolutions d’état du système aboutissant à ces
blocages. En outre, nous établissons la probabilité pji∗ qu’un appel temps réel arrivant
au secteur j soit bloqué par le système, pour un i∗ donné.
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Aussi, la probabilité de blocage est donnée par la relation suivante :
P
j
B = ∑−→n ∈E
pi(−→n )
g1
...
gr
∑
a1=0
...
ar=0
w1
...
wr
∑
b1=0
...
br=0
nRT1
...
nRTr
∑
d1=0
...
dr=0
nRT1
...
nRTr
∑
y−1 =0
...
y−r =0
nRT1
...
nRTr
∑
y+1 =0
...
y+r =0
ΩBp
j
i∗ (4.52)
aj = 1 (4.53)
gi = min(NRT , ni) (4.54)
wi = min(NNRT , ni) (4.55)
ΩB = Z
r
∏
i=1
(
D×MRT × δ∗1 .δ∗2 .δ∗3
)
(4.56)
Z = P(A1 = a1, ..., Ar = ar , B1 = b1, ..., Br = br) (4.57)
D = P(DRTi = d
RT
i ) (4.58)
MRT = P(mRTi,i−1 = y
−
i |Dc = dRTi + y+i )P(mRTi,i+1 = y+i |Dc = dRTi + y−i ) (4.59)
p
j
i∗ =


0, si j < i∗;
1, si j > i∗ ou i♯ ∈ [1, r];
1− aj
aj
, si j = i∗.
(4.60)
où pour i = 1, . . . , r :
aj = max
(
ai|LRT −
r
∑
l=1
LRTl (n
RT
l − dRTl ) (4.61)
−
r
∑
l=2
y−l (L
RT
l−1− LRTl ) (4.62)
+
r−1
∑
l=1
y+(LRTl+1− LRTl ) (4.63)
−
i∗−1
∑
l=1
alL
RT
l (4.64)
− aiLRTi > 0
)
(4.65)
4.4 Résultats et analyses numériques
Nous considérons un cellule IEEE802.16e composé de deux secteurs : r = 2. Chaque
secteur se caractérise par samodulation de transmission : 64-QAM 3/4 (E2=3 bits/symbole)
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et QPSK 1/2 (E1=1 bits/symbole). Le taux d’erreur block est fixé à BLERi = 0. La cellule
utilise 1024 sous-porteuses et les ressources totales de la cellule représentent L = 5. Les
trafics temps réel dans le premier secteur utilisent LRT1 = 1, et ceux du secteur extérieur
utilisent LRT2 = 3. Notons enfin que nous utiliserons ces autres paramètres :K = 48,
B = 2666 symboles/seconde, E(Pay) = 500000 bits. Par ailleurs, le débit requis par
l’ensemble des trafics temps réel correspond à RRT = 384 kbps pour un taux de ser-
vice µRT = 1/120. Ces paramètres ont précédemment étaient étudiés et justifiés dans
(Tarhini et Chahed, 2007b). Notons enfin que pour notremécanisme de partitionnement
de code : NRT = 2. Enfin, le temps slot du système correspond à T = 1ms. Nous pré-
cisons que les calculs relatifs à l’expression (4.37) nous ont contraint à restreindre le
nombre maximum d’appels NRT dans le système à 10 appels par secteur.
4.4.1 Performances sans mobilité des utilisateurs
Cette première partie traite des résultats de cette étude vue sous un point de vue
réducteur. En effet, initialement nous avions développé un modèle de performance
excluant la mobilité des utilisateurs. Nous présentons ici les conclusions de cette pre-
mière étude.Notons alors que pour les résultats et analyses présentés ci-dessous corres-
pondent à une probabilité pki,j = 0. Par ailleurs, cette première approche ne demandant
aucune gestion des migrations d’appel, la réservation de ressources associée à cette
gestion est nulle : Lmob = 0.
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FIGURE 4.1 – Débit moyen NRT vs. bande passante NRT réservée pour différentes durées des
appels RT.
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FIGURE 4.2 – Temps moyen de séjour des appels NRT vs. bande passante NRT réservée pour
différentes durées des appels RT.
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FIGURE 4.3 – Probabilité de blocage vs. bande passante NRT réservée pour différentes durées des
appels RT.
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FIGURE 4.4 – Débit moyen NRT vs. bande passante NRT réservée pour différents profils de parti-
tionnement des codes
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FIGURE 4.5 – Temps moyen de séjour NRT vs. bande passante NRT réservée pour différents profils
de partitionnement des codes
Impact de la durée des appels temps réel
Nous visons à analyser l’influence de la durée des appels RT sur les performances
du système. La figure 4.1 représente le débit moyen des appels non temps réel en fonc-
tion de la bande passante réservée à ce type de connexion. Les résultats correspondent
à deux durées d’appel temps réel : 1/µRT = 1 et 1/µRT = 100.
Nous constatons dans cette figure que le débit moyen est le même dans les deux
cas. Néanmoins, nous estimons que cette observation n’est valable que dans le cas où
le système est constamment saturé en appel temps réel. Dès lors que l’intensité des ar-
rivées d’appel temps réel devient faible, le débit globale des autres appels sera fonction
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FIGURE 4.6 – Probabilité de blocage vs. bande passante NRT réservée pour différents profils de
partitionnement des codes
du temps de service des appels RT. En effet, un faible temps de service diminuerait l’oc-
cupation moyenne du système en appel temps réel. De ce fait, les ressources partagées
par les appels non temps réel augmenteraient. De la même manière, nous formulons
ces mêmes observations sur le temps moyen de séjour : figure 4.2, et pour la probabilité
de blocage : figure 4.3.
Impact du partitionnement des codes
La figure 4.4 présente le débit moyen des appels non temps réel en fonction de la
bande passante qui leur sont alloués, pour différents profils de partitionnement des
codes CDMA. Premièrement, nous observons que ce débit augmente linéairement par
rapport à l’accroissement de la bande passanteminimale allouée (L2min). Deuxièmement,
l’utilisation du partitionnement des codes entraîne par contre une diminution de près
de 9% du débit des appels non temps réel. En fait, en diminuant les codes disponibles
aux requêtes non temps réel, nous réduisons les collisions sur les codes de requêtes
d’appels temps réel, et par conséquent, nous augmentons l’occupation du système par
les appels temps réel.
La figure 4.5 montre le temps moyen de transfert de données des appels non temps
réel sur les deux secteurs pour différents profils de partitionnement. Comme nous pou-
vions le prévoir, dès lors que la bande passante minimale dédiée à ce type d’appel
augmente, le temps moyen de séjour diminue fortement. De plus, nous observons sur
cette figure qu’il est possible d’établir un seuil de réservation de ressource au delà du-
quel le gain de temps de séjour pourra être considéré comme négligeable. Par ailleurs,
nous observons que l’utilisation du partitionnement des codes mène à l’effondrement
des performances de temps de séjour. Comme expliqué précédemment, en réduisant
le nombre de codes disponibles pour les requêtes non temps réel, nous diminuons le
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débit moyen de ces appels. Du fait, le temps moyen de séjour augmente largement sur
tous les secteurs de la cellule IEEE802.16e.
Finalement, la figure 4.6 représente la probabilité de blocage sur les secteurs de la
cellule pour différents profils de partitionnement. En premier lieu, nous observons que
la probabilité de blocage pour le secteur intérieur est sensible au partitionnement des
codes entre les classes de service. Par contre, nous voyons aussi que la probabilité de
blocage du secteur extérieur demeure relativement élevée et augmente doucement à
mesure que cette bande passante réservée augmente. Ceci est la conséquence de l’algo-
rithme de contrôle d’admission dans lequel le système accepte en première priorité les
appels arrivant dans le secteur intérieur (c’est à dire ceux les moins gourmand en res-
sources). Cette observation a mené à considérer un contrôle d’admission plus flexible
décrit en conclusion de ce chapitre. Enfin, la figure 4.6 montre aussi le fort impact né-
gatif du partitionement des codes CDMA sur la probabilité de blocage. En effet, du
moment que les requêtes temps réel disposent de plus de codes dédiés, les collisions
sur ces requêtes diminueront et donc un plus grand nombre d’appels temps réel se
verront refusés l’accès aux ressources toujours limitées du système.
En se basant sur ces résultats, un fournisseur de service IEEE802.16e est capable
de déterminer son propre seuil de bande passante allouée aux trafics non temps réel en
fonction de sa politique de qualité de performance. Notons enfin que ce type de résultat
est primordial pour le service de transfert de fichier de type nrtPS (voir section 1.3.5).
4.4.2 Performance en environnement mobile
Impact de la mobilité des utilisateurs
La figure 4.7, représente l’occupationmoyenne du système par les appels RT et NRT.
Les résultats sont donnés en fonction de la portion de bande passante Lmob, exprimées
en pourcentage de la bande passante totale du système. La figure montre les résultats
obtenus pour différents comportements de mobilité (c’est à dire pour différentes pro-
babilités pi,j). La figure témoigne alors que les appels NRT tirent un grand bénéfice de
la bande passante conservée pour les migrations. En effet, la portion de bande pas-
sante Lmob permet à la fois au système de conserver des ressources en cas de migrations
d’appel vers des régions extérieures. Mais elle assure surtout aux trafics NRT de pou-
voir se partager une quantité appréciable de ressources implicitement sous-exploitées.
Par ailleurs, l’analyse de ces résultats montre qu’un accroissement de la mobilité des
utilisateurs permet d’atteindre des débits globaux plus élevés. En l’occurrence cette ob-
servation confirme les conclusions de la référence (Grossglauser, 2002) qui détermine
de quelle manière la mobilité des utilisateurs accroit la capacité d’un réseau sans-fil.
Au final, nous remarquons que la portion Lmob produit les même effets que la bande
passante LNRTmin . Cette dernière vise à fournir des ressources minimum à partager entre
les appels NRT. Ainsi, Lmob permet à la fois d’améliorer la gestion des migrations, mais
aussi de répondre aux problèmes éventuels de famine de ressources pour les appels
NRT.
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FIGURE 4.7 – Taux d’occupation des ressources des appels RT et NRT, en fonction des ressources
réservées pour la mobilité et pour différents comportements de mobilité. NNRT = 2
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FIGURE 4.8 – Comparaison des probabilités de blocage et de perte des appels RT, en fonction des
ressources réservées pour la mobilité et pour différents comportements de mobilité. NNRT = 2
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FIGURE 4.9 – Taux d’occupation des ressources des appels RT et NRT, en fonction des ressources
réservées pour la mobilité et pour différents partitionnements des codes. pi,j = 0.15
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FIGURE 4.10 – Comparaison des probabilités de blocage et de perte des appels RT, en fonction des
ressources réservées pour la mobilité et pour différents partitionnements des codes. pi,j = 0.15
100
4.4. Résultats et analyses numériques
La figure 4.8 propose la comparaison entre la probabilité de blocage et de perte des
appels RT. Ces résultats sont représentés en fonction de la bande passante réservée à
la gestion des migrations ainsi que pour différents comportement de mobilité. Ainsi
que nous l’attendions, la réservation de bande passante Lmob facilite la prise en charge
des migrations d’appel vers les secteurs extérieurs. La probabilité de perdre un appel
en migration se retrouve alors fortement réduite à mesure que la partie réservée aug-
mente. D’ailleurs, cette réservation de bande passante pour les migrations permet de
conserver une probabilité de perte d’appel relativement faible alors que les utilisateurs
expriment une mobilité extrêmement forte : la figure montre que la probabilité de perte
se retrouve multipliée par 7 alors que les utilisateurs sont 25 fois plus rapides. De plus,
nous pouvons apprécier sur cette figure l’évolution de la probabilité de blocage des
appels en entrée du système. Cette probabilité atteint un plateau à mesure que la ré-
servation de ressources Lmob augmente linéairement. De ce fait nous concluons ici que
cette portion Lmob permet de réduire de manière rapide la probabilité de perte des ap-
pels tout en conservant une probabilité de blocage acceptable ou, au pire, caractérisée
par un plateau de valeurs quasi-invariantes.
Impact du partitionnement des codes
La figure 4.9 représente l’occupation moyenne du système par les appels RT et NRT.
Les résultats sont donnés en fonction de la portion de bande passante Lmob, exprimés
en pourcentage de la bande passante totale du système. La figure montre les résul-
tats obtenus pour différents schémas de partitionnement des codes alloués à chaque
type d’appel (NNRT). De même que précédemment, nous observons en premier lieu
que le débit des appels NRT profite de la mobilité des utilisateurs. Par contre, ce débit
parait insensible aux configurations possibles du schéma de partitionnement. Ce fait
s’explique dès lors que les schémas de partitionnement permettent uniquement de fa-
ciliter l’accès aux système des appels NRT. Or la portion de bande passante accessible
aux appels NRT dépend uniquement du nombre des appels RT dans le système. Ainsi,
la capacité des appels NRT à profiter de la totalité de cette bande passante ne dépend
nullement de la quantité d’appels NRT ayant eu accès à cette ressource.
La figure 4.10 propose la comparaison entre la probabilité de blocage et de perte des
appels RT. Ces résultats sont représentés en fonction de la bande passante réservée à la
gestion des migrations ainsi que pour différents schémas de partitionnement des codes
alloués à chaque type d’appel (NNRT). Nous observons que la probabilité de blocage,
au contraire de celle de perte des appels migrant, peut être réduite par une configura-
tion efficace du partitionnement des codes entre les types de service. Par exemple, la
figure témoigne d’un taux de blocage minimum pour un partitionnement caractérisé
par NNRT = 2. En fait, cette configuration correspond à la configuration optimale dé-
finie dans le chapitre 3. Nous y précisions que la répartition des codes entre types de
services dépendait du nombre d’utilisateurs moyen de ces services. Dès lors, du mo-
ment que la répartition de code peut se faire de manière optimale, il nous est alors
possible de prétendre à la meilleur optimisation des paramètres du système assurant
une probabilité de blocage initiale la plus basse possible via l’utilisation des codes, et la
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probabilité acceptable de perte d’appel la plus haute via la portion de bande passante
réservée aux appels migrant.
4.5 Bilan et perspectives
Dans ce chapitre, nous définissons un modèle pour cellule IEEE802.16e. La cellule
se compose de différents secteurs de modulation suivant le principe de l’AMC. Les
utilisateurs suivent le comportement établi dans le chapitre précédent. De plus, nous y
intégrons le principe de partitionnement en plus des mécanismes MAC définis par le
standard.
Du moment qu’aucun algorithme standard de contrôle d’admission des connexions
entrantes n’est fourni directement par la norme IEEE802.16e, nous désirions définir dif-
férentes approches de compromis de différenciation des deux principaux types de ser-
vice. L’objectif final était d’en extraire des éléments d’amélioration conjointe de leur
performances respectives. Au travers de ce dernier travail, nous proposons un algo-
rithme de contrôle d’admission où les appels non temps réel profitent d’une quantité
minimale de ressources à se partager équitablement entre eux, ainsi que d’une partie
de bande passante visant à empêcher la perte des appels temps réel. Ces derniers, en
migrant dans des secteurs extérieurs, demandent un surplus de bande passante pour
la pérennité de leur services.
La station de base exploite un nouvel algorithme de contrôle d’admission. Il fournit
aux trafics temps réel un débit fixe. Les autres types d’appel se partagent alors les res-
sources laissées disponibles. Durant cette étude, nous caractérisons les relations liées à
la probabilité de blocage des appels temps réel, au débit moyen des appels non temps
réel ainsi qu’à leur temps moyen de séjour. Au cours de l’analyse numérique, nous ob-
servons le comportement des performances du système dans un contexte de régime
saturé, où l’intensité d’arrivée des appels temps réel est forte.
Dans un premier temps, nous nous intéressons au comportement du système dans
le cas où les utilisateurs ne sont pas mobiles. Dans ce cas, nous observons l’influence
des changements de taux de services des appels temps réel. Sur ce point, nos résultats
témoignent que les différentes métriques de performances étudiées ne profitent pas des
variations de ce taux de service. Par contre, nous jugeons qu’un gain significatif serait
observé du moment que le système ne demeure pas continuellement saturé en appels
de type temps réel. L’analyse précise de ce fait nous semble secondaire a vu des objectif
premier de cette étude. Aussi, nous avons réservé cette analyse à des travaux futurs.
Ensuite, nous étudions l’impact du principe de partitionnement des codes entre les
appels temps réel et non temps réel. Le débit global des appels non temps réel subit
une diminution notable dès lors que les appels temps réel disposent d’une plus grande
plage de codes pour engager leur requêtes de ressource. En effet, une telle augmenta-
tion de code facilite l’accès aux ressources du système pour les appels temps réel. Ainsi,
ceci a pour conséquence direct d’augmenter l’occupation globale du système par ce
type d’appels. Cette augmentation générale réduit donc les ressources dont disposent
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les appels non temps réel. En parallèle à cela, nous observons les gains important ob-
tenus par l’intégration au CAC d’une quantité de ressources réservée aux appels non
temps réel. Ainsi, dans la mesure où le principe de partitionnement serait largement
défavorable à ces derniers, une légère augmentation de cette quantité réservée permet-
trait de compenser la perte de débit. En outre, nous observons naturellement ce même
comportement vis à vis du temps de séjour des appels non temps réel. De plus, ces der-
niers résultats révèlent aussi l’existence d’un critère de réservation optimal. En effet,
en fonction du nombre d’appels non temps réel en cours et de la taille moyenne des
paquets qu’ils transmettent, il est possible de déterminer une quantité optimale de res-
sources à réserver. Au delà de cette quantité, la diminution du temps de séjour devient
alors négligeable, voir nulle. De l’ensemble de ces observations, nous estimons qu’il est
envisageable d’établir une logique d’adaptation dynamique de cette bande passante ré-
servée en fonction de l’état du système. En ce qui concerne la probabilité de blocage, là
aussi, le principe de partitionnement a un impact majeur. L’augmentation du nombre
de codes dédiés pour les appels temps réel facilite leur accès au canal. Dans la me-
sure où le système subit déjà une lourde charge, ce fait aboutit à une augmentation
considérable de la probabilité de collision. Cet fait confirme une des observations faites
en conclusion du chapitre précédent (voir section 3.4). En effet, le principe de parti-
tionnement offre la possibilité d’établir un premier CAC décrit comme «virtuel». Dans
un contexte de forte charge, la station de base peut diminuer la plage des codes dé-
diés aux appels temps réel. Ce fait, bien qu’augmentant le délai d’établissement de ces
services, aboutit à un baisse appréciable de la probabilité de blocage qu’ils subissent.
Aussi, nous encourageons l’étude d’un algorithme de CAC et de partitionnement en-
tièrement dynamique où la répartition des codes et la réservation de ressources sont
fonction de l’état du système et des performances de connexion et de transmission qui
en découlent.
Afin de répondre à la critique établie ci-dessus, nous identifions une perspective
principale d’étude : à l’algorithme étudié ici doit s’adjoindre une répartition des accep-
tations d’appel sur les différents secteurs de la cellule. Afin de limiter les rejets massifs
des appels périphériques, nous voudrions intégrer une probabilité d’acceptation des
appels entrant propre à chaque secteur. Aussi nous désirons définir un paramètre αi,
i ∈ [1, ..., r] définissant la probabilité qu’un appel arrivant en secteur i soit accepté dans
le système du moment que ce dernier dispose encore de ressources suffisantes. Ainsi,
la station de base n’accepterait dans une première étape qu’une partie des appels dans
chacun des secteurs. A la suite de cela, si des ressources demeurent libres et des ap-
pels en attente, le système reprend alors une acceptation progressive des appels sur
les secteurs. Ce principe par étape s’opérerait alors jusqu’à surcharge du système ou
satisfaction de tous les appels entrants. Dès lors, une telle étude viserait à définir ces
probabilités d’acceptation capables d’assurer un blocage acceptable et équitable pour
l’ensemble des secteurs de la cellule. Par contre, il faut prendre en considération qu’une
telle option ne permet plus d’assurer la gestion la plus optimale possible de la ressource
radio.
Enfin, nous soulignons le fait qu’un tel algorithme de contrôle d’admission aboutit à
une forte probabilité de blocage des appels dans les secteurs extérieurs. En fait, ce type
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d’algorithme prend uniquement en considération l’objectif d’efficacité de la gestion de
la ressource radio. En effet, en acceptant en première priorité les appels les moins gour-
mands, nous assurons à la station de base une exploitation optimale des sous-porteuses
allouées aux appels entrant dans le système. Ainsi cet algorithme de CAC permet la
prise en charge d’un maximum de communications. Néanmoins, il est important d’en
extraire une critique majeure. Dans un contexte d’utilisation commerciale, les niveaux
de blocages obtenus en périphérie de cellule aboutiront immanquablement à un fort
mécontentement des utilisateurs. Ainsi, même si l’opérateur est à même, par cet algo-
rithme, de satisfaire le nombre maximum de clients, il devra faire face à son incapacité
à satisfaire les clients en périphérie de son infrastructure.
Dans un second temps, nous considérons les utilisateurs, et donc leur appels, comme
mobiles. Dans ce contexte d’arrivée, de départ et de migration en temps discret, le sys-
tème vise à accepter en premier les appels les moins gourmands en ressources, c’est
à dire ceux des secteurs les plus internes à la cellule IEEE802.16e. Les appels temps
réel se caractérisent par un débit constant au cours du temps et un temps de service
indépendant des ressources consommées. La bande passante qui leur sont allouée est
alors dépendante de la modulation du secteur duquel il sont issus et le temps de ser-
vices est uniquement fonction du comportement de l’utilisateur. A l’inverse, les appels
non temps réel n’ont aucune exigence de débit et supportent la variation dynamique
des bandes passante qui leur sont allouées. Ils se partagent équitablement les sous-
porteuses laissées libres par les appels temps réel, et leur débits respectifs dépendent
de la modulation qu’ils exploitent. Enfin, leur temps de service dépendent directement
des ressources qui leur sont attribuées au cours du temps.
Les résultats montrent que l’existence d’une bande passante facilitant la migration
des appels temps réel vers les secteurs extérieurs réduit grandement la probabilité de
perte de ces appels sans pour autant augmenter de manière significative la probabi-
lité de bloquer les nouvelles arrivées de ces appels. Par ailleurs, le fait que les appels
non temps réel puissent disposer de tout ou partie de cet espace de sous-porteuses
leur assure un approvisionnement minimal en ressources de transmission. Aussi, nous
concluons en préconisant l’utilisation seule de cette espace Lmob. Quel que soit l’impor-
tance de la mobilité des utilisateurs, cet espace de ressource est à même de répondre
aux objectifs ayant initialement motivés la mise en place de l’espace LNRTmin . Un dernier
élément de conclusion confirme qu’une mobilité intense des utilisateurs permet d’amé-
liorer la capacité globale du système. Nous précisons d’ailleurs que ceci est vrai dans
le «WiMAX» dès lors que les trafics de signalisation induis par la migration circule sur
des canaux physique séparés de l’espace OFDMA (temps-fréquence) servant à la trans-
mission des données. Finalement, nos éléments de conclusions précisent les critères à
prendre en considération quant à l’optimisation des grandeurs étudiées dans ce cha-
pitre ainsi que des perspectives et moyens de prioritisation des types de service entre
eux.
Nos travaux futurs sont maintenant motivés par une observation majeure : la pré-
sente étude nous invite naturellement à étendre le modèle en intégrant une mobilité
inter-cellulaire. Le standard IEEE802.16e assure maintenant la mobilité des utilisateurs
sur plusieurs cellules en se basant sur le principe de handover. Aussi, nous engageons
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maintenant leur intégration dans le modèle. D’ailleurs, les premiers résultats obtenus
à ce jour nous montrent que le modèle défini dans ce chapitre permet une intégration
extrêmement aisée des événements propres aux arrivées et départs extra-cellulaires in-
tervenants dans un environnement à temps discret.
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Depuis sa formalisation en 2002, le standard IEEE802.16 dit «WiMAX», a évolué.
Il s’est structuré tout en proposant des fonctionnalités nouvelles. Aujourd’hui, il figure
parmi les technologies les plus en vues par les industriels, les constructeurs et les four-
nisseurs d’accès. Qu’ils soient utilisés en compétition ou en coopération avec d’autres
systèmes de communication tous aussi prometteurs, comme le HSDPA et le LTE, le Wi-
MAX réunit tous les atouts susceptibles d’en faire un standard de communication aussi
populaire que le Wi-Fi ou encore l’UMTS.
D’un point de vue technique, l’analyse approfondie des travaux relatifs au stan-
dard IEEE802.16 révèle tout un ensemble d’éléments risquant de ralentir son dévelop-
pement. En effet, le standard demeure encore incomplet et un certain flou subsiste vis
à vis des performances qu’on pourrait en attendre. Le standard se charge uniquement
de définir les composants constitutifs des deux premières couches du modèle OSI. En
outre, les mécanismes intervenant sur la couche d’accès au canal (MAC) se basent sur
un large éventail de paramètres pour lesquels l’IEEE préconise des valeurs standards
et des plages possibles. Mais aucune de ces données n’est étayées d’une justification
ou alors d’une étude de comportement consultables publiquement. A cet état de fait
s’ajoute qu’aucun autre élément issu des couches supérieures ne sont encore claire-
ment identifié. Cet handicap est d’autant plus fort que le standard se base justement
sur la formalisation de nombreuses classes de service auxquelles sont associées des
mécanismes propres de connexion. Enfin le standard a évolué vers une approche de
réseau cellulaire. Ainsi, le WiMAX permet, depuis sa version - e -, la mise en place d’ar-
chitectures cellulaires en assurant entre autres la gestion de la mobilité des utilisateurs.
Toutefois, ce type d’architecture nécessite là encore la conception d’éléments nouveaux,
propres à l’architecture et non aux utilisateurs, et qui ne sont pas abordés par le stan-
dard. Ainsi, le déploiement d’un réseau cellulaire WiMAX requièrt au préalable la dé-
finition d’un algorithme complet et efficace de contrôle d’admission des connexions.
D’un point de vue scientifique, l’exploration de l’existant portant sur les travaux
relatifs au standard IEEE802.16e témoigne d’un certain nombre de lacunes. La première,
et la plus durement ressentie, est le manque de généralité dans les modèles conçus. En
effet, comme tout nouveaux standard émergeant, le WiMAX ne dispose pas d’une base
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scientifique assez solide lui permettant de profiter de modèles théoriques simples et
éprouvés. A l’image des normes Ethernet (IEEE802.3) et Wi-Fi (IEEE802.11) le WiMAX
(IEEE802.16) pourrait désormais prétendre à la conception et à l’utilisation de modèles
de performances plus simples et généraux. Tel que défini dans le premier paragraphe,
le standard IEEE802.16 se caractérise par un large éventail d’éléments constitutifs. Au
mieux de notre connaissance, ces éléments n’ont encore jamais été pris en considération
dans leur totalité.
Le tout premier objectif de cette thèse fut donc de fournir un modèle correspon-
dant aux performances des utilisateurs sur couche MAC du standard IEEE802.16e. Por-
tés par le souci de généralité et d’exactitude de l’étude, nous avons conçu un modèle
théorique tirant parti de l’ensemble des paramètres intervenant sur les mécanismes
de connexion des utilisateurs. La littérature fait clairement état du fait que les perfor-
mances des appels temps réel découlent grandement de leur rapidité d’engagement
de transmission. Aussi, nous avons en sus développé une approche nouvelle visant à
définir une prioritisation sur couche MAC entre les différentes classes de services.
Dans une première partie, nous développons une analyse de point fixe pour le stan-
dard IEEE802.16e. L’intérêt de ce modèle se résume en deux critères : en se basant
uniquement sur les propriétés du mécanisme de demande de ressources, l’analyse dé-
veloppe des relations extrêmement simples desquelles découle un grand nombre de
métriques de performance, telles que la probabilité d’émission, et celle de collision.
Le second critère porte sur sa grande généralité native. L’analyse de point fixe per-
met directement de prendre en considération tous les paramètres liés à l’engagement
des communications. Il nous est alors possible de caractériser le comportement du sys-
tème de communication ainsi que les différents impacts, indépendants et combinés,
des variations de ces paramètres. Enfin, nous concevons un nouveau moyen de diffé-
renciation des classes de trafic, en proposant une répartition dynamique des codes uti-
lisés pour les engagement de connexion de ces différentes classes. Les conclusions de
notre étude nous amènent directement à la critique et la justification des paramètrages
proposées par le consortium IEEE. Nos résultats attestent qu’une grande majorité de
ces paramètres conseillés aboutissent à une gestion de moindre efficacité du canal de
transmission. Nos éléments de conclusions présentent alors un certain nombre de pré-
conisations et de mises en garde, susceptibles de définir une politique optimale pour la
gestion de la ressource radio et le respect de la Qualité de Service. Enfin, notre proposi-
tion de partitionnement des codes entre les classes de trafic, témoigne de perspectives
prometteuses amenant d’une part à des améliorations globales et respectives à chaque
classe, et d’autre part à un meilleur respect de chacun des critères de qualité de service.
En outre, ce principe présente d’autres avantages liés au contrôle dynamique des ad-
missions de connexion. En effet, le principe que nous proposons permet l’établissement
d’un contrôle d’admission qui nous qualifions de «virtuel». Il minimise, ou supprime,
les chances d’accès aux ressources pour les trafics qui surchargeraient le système de
communication tout en favorisant l’accès des autres. En outre, un tel procédé permet
de gérer dynamiquement l’engorgement des connexions arrivant à l’entrée du système
et soumises à la contention. Enfin, nous soulignons que le partitionnement des codes
aboutit indirectement à un allégement de la charge de traitement de la part de la station
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de base. Cette observation implique donc une diminution globale des délais de traite-
ment des demandes de ressources pour les utilisateurs. En outre, nous soulignons le
fait que la présente étude caractérise le processus général des arrivées par classe de tra-
fic. En effet, nous avons montré que le processus d’arrivée des requêtes peut aisément
et fidèlement être approximé par le produit de deux variables aléatoire indépendantes
de distributions gaussiennes. Ce fait constitue une des principales contributions de nos
travaux. Ainsi, les travaux à venir pourront se baser justement sur des processus d’arri-
vées gaussiens. Il apparaît en effet, au vu de notre état de l’art, que ce type d’hypothèse
est généralisé dans les études portant sur le standard IEEE802.16.
Le second objectif visait à fournir à une architecture cellulaire IEEE802.16e un al-
gorithme complet de contrôle d’admission. La seconde partie de cette thèse établit un
nouvel algorithme de contrôle d’admission visant à remplir l’ensemble des taches pri-
mordiales, au vu des ambitions du standard IEEE802.16e. L’algorithme ainsi proposé
fournit aux appels temps réel les ressources qu’ils demandent. Il répartit équitablement
les ressources disponibles entre tous les appels non temps réel. En outre, il assure aussi
à ces derniers une quantité minimale de ressources, empêchant ainsi toute famine pour
les appels trop souvent considérés comme les moins prioritaires. Il facilite en même
temps la mobilité des appels au sein de la cellule, et l’approvisionnement des appels
non temps réel en ressources de transmission. Ces deux éléments de performances,
bien que fondamentalement opposés, trouvent ici leur solution dans un même méca-
nisme simple intégré au contrôle d’admission. Enfin, en conservant notre approche de
partitionnement des codes entre les différentes classes de trafic, nous avons pu mettre
en évidence les perspectives d’amélioration des performances globales du système. En
se basant sur une gestion dynamique des configurations adoptées par chaque classe
de trafic, les performances propres du système peuvent profiter d’améliorations mu-
tuelles. En dehors de toutes ses considérations de performances, nous soulignons aussi
le fait que le modèle proposé se base sur une approche discrète des événements ayant
lieu sur la couche MAC. Ce fait engendre naturellement une modélisation plus lourde
et complexe, comparée aux modèles à temps continu présents dans la littérature. Néan-
moins, il nous semble primordial de se fixer un objectif de véracité vis à vis d’une telle
étude. En effet, l’approche discrète nous assure une fidélité fondamentale par rapport
aux événements et à leur interactions ayant effectivement cours sur le canal de trans-
mission d’une cellule IEEE802.16e.
Concernant les perspectives, nous identifions trois thématiques principales d’évo-
lution de nos travaux :
La première piste vise à compléter les améliorations possibles pour les performances
des utilisateurs sur couche MAC. En premier lieu, nous voulons définir un schéma
de partitionnement général pour les codes modulant des ranging requests. Le but sera
alors de considérer un nombre indéterminé de classes de trafic qui disposeront cha-
cune d’une partie commune et dédiée de la plage totale des codes. De plus, nous
voulons pouvoir y caractériser un ensemble de distributions de probabilité spécifiant
quelle sous-plage chaque classe choisira pour une demande de ressources. Partant de
ce schéma élargi, nous visons à définir une approximation pertinente de la distribution
des arrivées des ranging requests. Nos dernières conclusions liées au processus d’arri-
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vée sur couche MAC attestent que la distribution des arrivées entre les classes de trafic
peut être approximée par le produit de deux variables aléatoire indépendantes de dis-
tributions gaussiennes. Nous chercherions alors à caractériser les paramètres de ces
distributions en fonction de ceux relatifs au mécanismes de connexion (backoff ) ainsi
qu’à ceux du partitionnement des codes d’accès. Cette dernière étape nous assurerait
alors de pouvoir déterminer directement le comportement des arrivées de requêtes en
entrée d’un système IEEE802.16e. Un tel outil serait des plus appréciables en vue de
définir un algorithme de contrôle d’admission et de gestion de la Qualité de Service,
tous deux réalistes et efficaces. Suivant un autre d’approche, nous voudrions élaborer
une étude inter-couche où les métriques de performances mesurées sur les couches su-
périeures du réseau nous permettent d’adapter les paramètres de connexion et ceux de
partitionnement.
La deuxième principale piste de recherche s’attarde sur des améliorations de notre
algorithme de contrôle d’admission. En premier lieu nous voulons impérativement re-
médier au blocage excessif des appels temps réel au niveau des secteurs extérieurs de
la cellule. Aussi, nous voudrions y intégrer l’utilisation d’une distribution déterminée
αi, i ∈ [1, ..., r] définissant la probabilité qu’un appel arrivant en secteur i soit accepté
dans le système. Par cet ajout, nous cherchons à déterminer un principe plus équi-
table. En outre, nous visons à y définir et intégrer des fonctions d’utilité prenant en
considération le degré d’insatisfaction des utilisateurs face à un blocage ou à une perte
d’appel. Enfin, nous voulons élargir encore la gestion de la mobilité en intégrant cette
fois ci d’une part les migrations d’appels provenant des cellules voisines (handover),
et d’autre part, les trafics provenant d’autres technologies cellulaires. La démocratisa-
tion des équipements multi-interfaces, associée à la superposition des zones de couver-
ture multi-technologies, nous poussent à considérer les perspectives de répartition de
charge et de multihoming. Ces dernières perspectives doivent elles aussi profiter d’al-
gorithmes adaptés pour le standard IEEE802.16e afin de favoriser la coordination et
la coopération entre ces différentes technologies. Nous soulignons d’ailleurs que cette
dernière piste de recherche est actuellement abordée par le IEEE802.16f en cours de
formalisation.
La dernière piste que nous identifions à la suite de cette thèse consiste en l’étude des
performances du protocole TCP. De récentes études font état des lourdes complications
induite par le transit d’un trafic de signalisation TCP sur une interface IEEE802.16. En
effet, le trafic TCP est associé à la classe de Best Effort. Aussi, le trafic de signalisation
ne profite pas d’une qualité de service suffisante. Ce fait déclenche alors des méca-
nismes de contrôle de congestion qui sont, dans ce cas précis, inadaptés. Nous propo-
serions d’étudier la faisabilité et la justification d’un principe d’association dynamique
de classe de service pour les trafic TCP. Ainsi, les trafics de donnée TCP et ceux de si-
gnalisation serait associés demanière indépendante à des classes de service différentes.
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