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В дипломній роботі використані такі терміни: однокристальна мікро-ЕОМ, криптозахист, алгоритм шифрування DES, принципова схема.
Об'єктом дослідження є розробка способів забезпечення математичними методами захисту переданих конфіденційних телефонних повідомлень.
Мета роботи – розробка приладу на базі однокристальної мікро-ЕОМ для автоматизованого захисту переданих конфіденційних телефонних повідомлень в стандарті DES.
Вибрано математичний метод захисту переданих конфіденційних телефонних повідомлень, розроблена структурна схема приладу та принципова схема однокристальної мікро-ЕОМ.
В процесі роботи виконано огляд методів захисту переданих конфіденційних телефонних повідомлень, які підходять для вирішення поставленої в дипломному проектуванні задачі і вибрано найоптимальніший варіант.
Використавши в даному дипломному проекті однокристальну мікро-ЕОМ, нам вдалося реалізувати в  досить компактному пристрої винятково складний алгоритм, який вимагає для своєї реалізації десятки тисяч електронних елементів, об'єднаних у сотні регістрів і схем. Застосування малогабаритної цифрової пам'яті з великими термінами зберігання й обсягами збереженої інформації дозволяє постачати пристрій взапас великою кількістю ключів.





































Рис. 3.1 Алгоритм шифрування DES

При використанні пристрою криптозахисту в стандарті DES оператор повинен знати, що теоретично, при підборі ключів, супротивник може його знайти, не використовуючи всіх комбінацій. Тому потрібно вживати заходів для захисту ключів.










































Вивід даних блоками по 64 біт



