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V diplomski nalogi smo predstavili vrste sredstev in pomen njihovega upravljanja za 
organizacijo. Pregledali smo smernice različnih organizacij s tega področja in predstavili, 
zakaj je upravljanje s sredstvi pomembno v elektroenergetskem sektorju.  
 
Del procesa upravljanja s sredstvi je proces obvladovanja tveganj. Zato smo našteli različne 
vrste tveganj in predstavili njihovo obvladovanje. Sledil je pregled relevantnih standardov s 
področja obvladovanja tveganj in oblikovanje procesa, ki je primeren za uporabo registra 
tveganj pri upravljanju s sredstvi elektroenergetskega sistema. Opisali smo štiri faze procesa 
upravljanja s sredstvi. Prva faza je postavljanje okvira procesa obvladovanja tveganj in 
predstavlja temelj za nadaljnje obvladovanje tveganj. Sledi zajem tveganj, ko tveganja 
identificiramo, analiziramo in ovrednotimo. Tretje faza je obravnava tveganj, kjer določimo 
naš odziv na tveganje ter predlagamo in izvedemo ukrepe. Sledi spremljanje procesa (četrta 
faza). V tej fazi izvajamo nadzor procesa obvladovanja tveganj ter ga po potrebi prilagajamo 
in izboljšujemo. Te štiri faze povezuje komunikacija, ki je za uspešen proces obvladovanja 
tveganj v organizaciji bistvenega pomena. 
 
V nadaljevanju diplomske naloge je sledila predstavitev vloge registra tveganj pri procesu 
obvladovanja tveganj. Našteli smo sestavne dele registra in prikazali nekaj možnih obrazcev, 
ki jih podjetja uporabljajo za vnos tveganj in njihovih parametrov v register tveganj. 
 
Sledil je prikaz uporabe registra tveganj na primeru gradnje 400 kV daljnovoda med 
slovenskim in madžarskim elektroenergetskim prenosnim omrežjem. Izvedli smo analizo 
procesa umeščanja in gradnje daljnovoda ter identificirali tveganja, jih analizirali in 
ovrednotili ter določili način njihove obravnave. Vse parametre tveganj smo zapisali v register 
tveganj ter določili še odgovornosti zaposlenih in način nadzora obvladovanja tveganj. 
 
Nakazali smo nadaljnje možnosti uporabe registra tveganj z razvrščanjem tveganj in 
filtriranjem podatkov po različnih parametrih. 
 
Ključne besede: register tveganj, obvladovanje tveganj, upravljanje s sredstvi, prenosno 





In the thesis we have introduced different types of assets and the sense of asset management 
for organizations. We have reviewed guidelines from various organizations in the field of 
asset management and presented the importance of asset management in the energy sector.   
 
One part of the asset management process is the process of risk management. In the thesis we 
have listed different types of risks and presented their management followed by an overview 
of relevant standards for risk management and a design of the risk management process, 
which is appropriate for the application of risk registry in the electrical transmission network 
asset management process. We have described 4 phases of the process. The first phase is the 
establishment of context and it represents the base for further risk management. This is 
followed by risk assessment, where risks are identified, analyzed and evaluated. Risk 
treatment is described in the third phase and it consists of risk decisions and implementation 
of selected measures. The last phase is the monitoring of the whole process, which allows us 
to improve our process. All four phases of risk management process are linked by 
communication, which is essential for successful risk management process in any 
organization. 
 
In the thesis we have presented the role of risk registry in the process of risk management and 
listed its components. We have showed some potential forms which are used by different 
organizations for input of various risk parameters into the registry. 
 
We have continued with demonstration of risk registry application on a practical example of 
positioning a 400 kV landline between Slovenian and Hungarian transmission network. We 
have identified, analyzed and evaluated the risks and selected proper risk treatment. Relevant 
risk parameters were recorded in risk registry. We have delegated responsibility to different 
employees and determined type of control for the whole process. 
 
In the thesis we have also mentioned further options of risk registry application, such as risk 
rankings and parameter filtering.  
 
Keywords: risk registry, risk management, asset management, electrical transmission 
network, electricity transmission system operator 
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V našem svetu se vse vrti okoli denarja. Če nam je všeč ali ne, denar je že dolgo časa 
sredstvo, ki ga nujno potrebujemo za naše preživetje. Vse je povezano z njim, kamor koli 
gremo, kjer koli že smo – denar je vse okoli nas. 
 
Že od vseh začetkov trgovanja se ljudje trudimo, da bi naš denar in druga sredstva čim bolj 
smiselno in koristno porabili. Vprašanje »Kam vložiti sredstva, ki so na razpolago, da bo od 
tega kar največ koristi?«, ne zaposluje samo posameznikov, ki so v skrbi za svoje preživetje in 
blagostanje, temveč tudi skupine ljudi s podobnimi interesi – društva, podjetja, krajevne 
skupnosti, občine, itd. Upravljanje s sredstvi predstavlja pomemben del aktivnosti vsakega 
posameznika in interesnih skupin. 
  
Uspeh delovanja vseh teh skupin ogrožajo tveganja. Zaradi takšnih ali drugačnih dejavnikov 
obstaja možnost, da zastavljenih ciljev (osebnih, vzgojnih, poslovnih, razvojnih …) ne bomo 
dosegli. Tveganja imajo lahko slabe posledice oz. povzročajo škodo, kar še posebej pri 
doseganju poslovnih in razvojnih ciljev največkrat pomeni neko finančno breme (ustavitev 
projekta, kršitev pogodb, tožbe …).  
 
Pri upravljanju s sredstvi se s tveganji srečamo v vsakem primeru. Če jim ne posvečamo 
dovolj pozornosti, se bomo morali ukvarjati z negativnimi posledicami tveganj. Druga 
možnost pa je, da pri razporejanju sredstev določimo tudi sredstva, ki bodo namenjena 
obvladovanju tveganj. Z določenimi ukrepi lahko potem zmanjšamo tveganje in/ali omilimo 
njihove posledice.  
 
Pomemben del obvladovanja tveganj je register tveganj. Register tveganj je dokument, v 
katerem so zbrani vsi podatki, ki jih za obvladovanje tveganj potrebujemo: vsa tveganja in 
obseg njihovega vpliva na poslovanje, nabor ukrepov za obvladovanje posameznih tveganj, 
odgovorni za izvajanje ukrepov in ustreznega nadzora, itd. Uporaba registra tveganj lahko 
ključno pripomore k dobri komunikaciji na vseh nivojih organizacije in na vseh področjih 
njenega poslovanja. Namen te diplomske naloge je predstaviti kontekst obvladovanja tveganj 
ter prikazati sestavo ter uporabo registra tveganj. 
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2 Upravljanje s sredstvi 
2.1 Uvod 
Globalizacija je v zadnjih desetletjih močno spremenila svet. Na različnih nivojih naše družbe 
je povzročila veliko sprememb, največ verjetno na področju ekonomije, saj je s seboj prinesla 
odprto trgovanje in s tem konkurenčnost.  
 
Na svetovni trg tako vsak dan vstopa ogromno število podjetij in organizacij, ki si na vse 
načine prizadevajo, da bi si izborili svoj del uporabnikov oz. potrošnikov. Tekmovati morajo 
z velikim številom konkurenčnih podjetij, ki prav tako hočejo biti boljši kot ostali - bolj 
prepoznavni in inovativni, bolj odzivni na potrebe okolice, s cenejšim, a hkrati kvalitetnejšim 
izdelkom od konkurence, itn. Sistemski operater prenosnega elektroenergetskega omrežja ima 
v Sloveniji sicer izključno pravico za upravljanje prenosnega omrežja, vseeno pa je za 
kvaliteten prenos električne energije zelo pomembno, kako razporedi razpoložljiva sredstva.   
 
Podjetja svojo poslovno uspešnost vrednotijo glede na rast njihovih sredstev, njihovega 
premoženja. Merilo za uspeh so tudi posamezni doseženi cilji v določenem časovnem obdobju 
ali uresničevanje vizije oz. strategije. Običajno so vsi procesi v podjetju usmerjeni k čim večji 
učinkovitosti in s tem k čim večji rasti sredstev podjetja. Večji dobiček ima podjetje, bolj se 
njegova sredstva povečujejo, v primeru negativnega poslovanja (izgube) pa se premoženje 
podjetja manjša.  
 
Vsako podjetje mora na koncu poslovnega oz. koledarskega leta obvezno ugotoviti, kako je v 
preteklem letu poslovalo. Pomembno je, da ugotovi, na katerih poslovnih področjih je 
ustvarilo dobiček in kje izgubo. Vodstvo podjetja zanima, kakšno je trenutno stanje sredstev 
podjetja, in ga primerja z rezultati prejšnjih let. Poslovanje podjetja se običajno prikaže v t. i. 
računovodskih izkazih: izkazu denarnih tokov, izkazu uspeha in bilanci stanja [1]. V izkazu 
denarnih tokov so prikazani prejemki in izdatki podjetja, izkaz uspeha (tudi izkaz dobička in 
izgube) prikazuje ustvarjene prihodke in povzročene odhodke v določenem časovnem 
obdobju. Bilanca stanja (tudi izkaz stanja) prikazuje vsa sredstva podjetja (celotno 
premoženje) in njegove obveznosti do virov sredstev v določenem trenutku [2]. Ti 
računovodski izkazi podjetju omogočajo pregled nad njegovim finančnim poslovanjem, kar je 
pri upravljanju s sredstvi bistvenega pomena.  
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2.2 Sredstva 
Kaj natančno pravzaprav so sredstva? Gre za relativno pogost pojem, ki se uporablja na 
različnih področjih, njegov pomen je velikokrat odvisen od področja rabe. Pojem sredstvo 
(angl. asset) Slovar slovenskega knjižnega jezika (SSKJ) razlaga na naslednji način [3]: 
1. Za uresničitev kakega dejanja, dosego določenega cilja namenjena, uporabljena:  
a. snov, 
b. priprava, naprava, 
c. odločitev, ukrep, 
d. stvar, pojav sploh;  
2. denar, materialne dobrine;  
3. snov, zlasti kot nosilec fizikalnih procesov (med drugim so omenjena delovna, 
denarna, lastna, obratna, osnova sredstva, itd.).  
 
V [1] je v slovarju pojmov s področja ekonomike poslovanja za inženirje zapisano, da so 
sredstva »vrednostno izražene stvari, pravice in denar, s katerimi premoženjskopravno 
razpolaga enota računovodskega obravnavanja«. Sredstva so torej vrednostno premoženje, ki 
katerim podjetje razpolaga. V najbolj osnovnem principu sredstva delimo na [4]:   
 osnovna sredstva,  
 obratna sredstva in  
 finančne naložbe. 
 
Avtor v [1] zapiše, da se »do pojma sredstev dokopljemo z vprašanjem: kaj je v nekem 
trenutki v združbi oziroma kaj imajo njeni lastniki v določenem trenutku v združbi v lasti.« 
Pri tem gre lahko tako za denar, kot tudi za pravice ali stvari. Sredstva se delijo na stalna in 
gibljiva, avtor pa navaja tudi delitev sredstev v naslednje skupine:  
 Osnovna sredstva,  
 obratna sredstva,  
 rezervna sredstva ter  
 finančne naložbe in  
 aktivne časovne razmejitve.  
 
Stalna in gibljiva sredstva so našteta tudi v [2]. Pod stalna sredstva spadajo:  
 neopredmetena dolgoročna sredstva, 
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 opredmetena osnovna sredstva, 
 dolgoročne finančne naložbe in 
 popravek kapitala, 
 
gibljiva sredstva pa so razdeljena na: 
 zaloge, 
 dolgoročne terjatve iz poslovanja, 
 kratkoročne terjatve iz poslovanja, 
 kratkoročne finančne naložbe, 
 denarna sredstva in  
 aktivne časovne razmejitve. 
 
V Sloveniji je izpolnjevanje računovodskih izkazov točno določeno z zakonodajo. Od leta 
2006 so v veljavi Slovenski računovodski standardi (SRS), ki jih je sprejel strokovni svet 
Slovenskega inštituta za revizijo, in so zapisani v Uradnem listu Republike Slovenije [5]. SRS 
so »pravila stroke, ki zakonsko določena temeljna pravila in zahteve računovodenja 
podrobneje razčlenjujejo, pojasnjujejo in določajo način njihove uporabe« [5]. SRS 
predpisujejo posamezne skupine sredstev in njihovo obravnavo. V SRS 1 do SRS 12 so 
opredeljene naslednje vrste sredstev:  
 opredmetena osnovna sredstva,  
 neopredmetena sredstva in dolgoročne aktivne časovne razmejitve, 
 finančne naložbe, 
 zaloge, 
 terjatve, 
 naložbene nepremičnine, 
 denarna sredstva, 
 kapital, 
 dolgoročni dolgovi, 
 rezervacije in dolgoročne pasivne časovne razmejitve, 
 kratkoročni dolgovi in 
 kratkoročne časovne razmejitve. 
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V letu 2012 je strokovni svet Slovenskega inštituta za revizijo sprejel še en dokument, ki je 
močno povezan z bilanco stanja: Enotni kontni okvir za gospodarske družbe, samostojne 
podjetnike posameznika, kmečka gospodinjstva, zadruge, nepridobitne organizacije – pravne 
osebe zasebnega prava ter društva in invalidske organizacije [6]. Enotni kontni okvir je 
osnovna podlaga za izpolnjevanje bilance stanja, sredstva pa razdeli v razrede. Razred 0 
predstavljajo dolgoročna sredstva, razred 1 kratkoročna sredstva, razen zalog, in kratkoročne 
aktivne časovne razmejitve, itn. Dobro poznavanje zakonodaje in s tem opredelitve sredstev je 
nujno potrebno za kvalitetno izpolnjene računovodske izkaze, na podlagi katerih lahko temelji 
upravljanje s sredstvi podjetja.  
 
Pozorni moramo biti, saj se sredstva v različni literaturi lahko nanašajo na različne stvari. 
Največkrat res predstavljajo premoženje podjetja, večkrat pa lahko pomenijo poslovna 
sredstva (angl. business assets) ali delovna sredstva (angl. means of work). Poslovna sredstva 
so samo osnovna in obratna sredstva, ker nam predvsem osnovna in obratna sredstva služijo 
za pridobivanje rednih poslovnih prihodkov [1]. Tako lahko poslovna sredstva predstavljajo 
zgolj del vseh sredstev, s katerimi razpolaga podjetje, saj večkrat svojem pomenu ne zajamejo 
finančnih naložb.  
 
Delovna sredstva so ena izmed prvin poslovnega procesa. Ostale prvine so še predmeti dela, 
delo in storitve. Podjetje jih potrebuje, da lahko proizvede izdelek ali storitev. Vse prvine 
poslovnega procesa morajo biti na razpolago pravočasno, v pravi količini, biti morajo pravilne 




 osnovna čreda in  
 dolgoletni ali večletni nasadi [1]. 
 
Te osnovne skupine delovnih sredstev lahko pri [2], [5] najdemo med opredmetenimi 
osnovnimi sredstvi oziroma med stalnimi sredstvi. To pomeni, da delovna sredstva ne 
predstavljajo celotnih sredstev oz. celotnega premoženja podjetja, ampak zgolj njegova 
fizična sredstva. 
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Izraz sredstva torej v praktični rabi opisuje in predstavlja različne pojme. V tej diplomski 
nalogi bo beseda sredstva uporabljena v najbolj širokem kontekstu, saj register tveganj pri 
obvladovanju tveganj ni omejen na upravljanje sredstev samo določenega tipa. V nalogi 
predstavljen register tveganj je pri obvladovanju tveganj moč uporabljati za upravljanje 
kakršnih koli sredstev, zato sredstva predstavljajo celotno premoženje, s katerim podjetje 
razpolaga in ga uporablja za izvajanje svojih poslovnih procesov.  
 
2.3 Standardi glede upravljanja s sredstvi 
Podjetje, ki želi uspeti in biti finančno učinkovitejše od konkurence, mora svoja sredstva čim 
bolje izkoriščati in jih čim bolj koristno uporabljati. Sredstva so v tem primeru strateškega 
pomena za podjetje, zato je za uspeh podjetja ključno učinkovito upravljanje s sredstvi, 
katerega del je obvladovanje tveganj z registrom tveganja.  
 
Besedna zveza upravljanje s sredstvi izhaja iz angleškega izraza asset management. V 
slovenščini obstaja več različnih prevodov, ki so odvisni od področja uporabe [7]. V zadnjem 
času besede management velikokrat sploh ne prevajamo več, saj postaja beseda menedžment 
v slovenskem jeziku vse bolj splošno sprejemljiva in razumljiva. Najbolj pogosti slovenski 
izrazi v praktični rabi so še vodenje, gospodarjenje, ravnanje in upravljanje.  
 
V nadaljevanju sledi kratek pregled definicij nekaterih pomembnejših akterjev na področju 
upravljanja s sredstvi. 
 
2.3.1 Društvo SAM 
V Društvu slovenska akademija za management (SAM) se management prevaja kot ravnanje 
oziroma ravnateljevanje [8]. Ta prevod zagovarja tudi avtor v [1]. Kot dopustne izraze za 
management Društvo SAM navaja še izraza management in menedžment. 
 
Na spletni strani Društva SAM je zapisano, kaj je menedžment oziroma ravnateljevanje:  
 Za izvedbo nalog prejemanje nalog in oblasti od nosilcev upravljanja, 
 opravljanje teh nalog s pomočjo drugih članov združbe in  
 zagotavljanje, da naloge ostanejo znotraj smotra upravljanja [7], [8]. 
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Na seznamu izrazov se nahaja tudi ravnanje s sredstvi (angl. resource management), ki je 
definirano kot »praktično udejanjanje funkcije ravnateljevanja v združbi ali na določenem 
področju, v tem primeru predvsem s ciljnim usmerjanjem določenih prvin ali sredstev, ki so 
na voljo v omejenem obsegu in ki jih istočasno zahtevajo različni tekmeci.« [8] 
 
V tej diplomski nalogi bom uporabljal besedno zvezo upravljanje s sredstvi, saj SSKJ besedo 
upravljati razlaga kot [3]: 
1. Urejati, usmerjati življenje v kaki družbeni skupnosti, 
2. odločati o uporabi, izkoriščanju, vzdrževanju česa, 
3. s posebnimi pripravami uravnavati delovanje česa. 
 
Ta razlaga po mojem mnenju najbolj ustreza opisom in definicijam zgornjih organizacij. 
Poleg tega besedno zvezo upravljanje s sredstvi uporablja tudi sistemski operater prenosnega 
elektroenergetskega omrežja na območju Republike Slovenije - podjetje ELES. 
 
2.3.2 BSI PAS 55 
PAS 55 je javno dostopen standard za optimizirano upravljanje s fizičnimi sredstvi, ki ga je 
izdal Britanski inštitut za standardizacijo (angl. British Standards Institution - BSI). PAS 55 
definira  upravljanje s sredstvi kot »sistemske in usklajene aktivnosti ter dobre prakse, s 
katerimi organizacija optimalno upravlja z lastnimi sredstvi in sistemi, z njihovimi 
zmogljivostmi, s tem povezanimi tveganji ter stroški v življenjski dobi, da bi dosegla strateške 
cilje organizacije.« [7], [9]  
 
Slika 1 prikazuje poenostavljen proces upravljanja s sredstvi po standardu PAS 55. 
Organizacija oblikuje strateški načrt na podlagi zakonodaje ter zahtev in pričakovanj lastnikov 
organizacije. Vodstvo mora pri oblikovanju strateških ciljev upoštevati različne deležnike: 
delničarje, stranke oziroma uporabnike, dobavitelje, regulatorje, zaposlene, itd. Na pripravo 
strateškega načrta pomembno vplivajo tudi dosedanje izkušnje s področja upravljanja s 
sredstvi. Na podlagi usmeritev iz strateškega načrta organizacija oblikuje svoj sistem oz. 
politiko upravljanja s sredstvi ter izdela načrt, kako bodo doseženi ustrezni cilje, ki ji želi s 
doseči s sistemom upravljanja s sredstvi. Sledi implementacija sistema v organizacijo ter 
spremljanje učinkovitosti sistema in stanja sredstev. Ugotovitve nadzora delovanja sistema v 
prvi vrsti vplivajo na samo strategijo upravljanja s sredstvi, ki s časoma postaja vedno bolj 
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optimizirana. Vpliv učinkovitosti sistema upravljanja s sredstvi se upošteva še pri vrednotenju 
in nadgrajevanju strateškega načrta, sistem pa vpliva tudi na zahteve in pričakovanja lastnikov 
organizacije. Gre torej za krožen proces, ki je podvržen neprestanim izboljšavam.  
 
 
Slika 1: Poenostavljen sistem upravljanja s sredstvi po britanskem standardu PAS 55 (povzeto 
po: [7], [9]) 
 
2.3.3 AAMCoG 
En od akterjev na področju upravljanja s sredstvi je tudi združenje avstralskih organizacij 
(angl. Australian Asset Management Collaborative Group - AAMCoG [10]). Tako kot PAS 
55 tudi AAMCoG opredeli samo upravljanje s fizičnimi sredstvi. Gre za sistematičen in 
strukturiran proces, ki pokriva celotno življenjsko dobo fizičnega sredstva. Glavne naloge 
upravljanja s sredstvi so:  
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 Optimizacija zagotavljanja storitev,  
 minimizacija tveganj in stroškov ter  
 zagotovitev povečanja naravnega in socialnega kapitala tekom življenjske dobe 
sredstva [11].  
 
 
Slika 2: Okvir integriranega strateškega upravljanja s sredstvi pa AAMCoG. (vir: [11]) 
 
Na zgornji sliki (Slika 2) je prikazan okvir integriranega strateškega upravljanja s sredstvi 
(angl. Integrated Strategic Asset Management), kot ga v [11] opisuje AAMCoG. Podobno kot 
pri sistemu upravljanja s sredstvi pri PAS 55 je tudi tukaj strateško vodenje organizacije 
podrejeno nekim zunanjim zahtevam (politika, zakonodaja), ki so posledice okoljskih 
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dejavnikov in stanja v družbi. V skladu z načrtovanim nudenjem storitev organizacija 
strateško načrtuje svojo politiko upravljanja s sredstvi ter določi cilje in strategije tega 
procesa. Pri taktičnem in operativnem načrtovanju organizacija upošteva strateški načrt in v 
skladu s strategijo pripravi načrte za doseganje želenih ciljev. Sledi ponujanje storitev in 
vrednotenje celotnega procesa upravljanja s sredstvi. Z znanjem, ki ga organizacija neprestano 
pridobiva z vrednotenjem procesa, se krožni proces nenehno izboljšuje. Nove izkušnje 
vplivajo na taktično in operativno načrtovanja v organizaciji ter samo strateško vodenje 
organizacije, kar pomeni izboljšave znotraj celotnega delovanja organizacije.  
 
2.3.4 ISO  
Vse zgornje definicije se opirajo na mednarodno organizacijo za standardizacijo (angl. 
International Organization of Standardization – ISO). Gre za mednarodno združenje 
organizacij za standardizacijo iz preko 160 držav, ki izdelujejo standarde za različna poslovna 
področja. Mednarodna standardizacija poenostavlja delovanje mednarodnega trga, saj ureja 
specifikacijo produktov in storitev ter s tem zagotavlja kvaliteto, varnost in učinkovitost. [12]  
 
Osnovni standard, ki ureja upravljanje s sredstvi, je ISO 55000, ki vsebuje pregled področja 
ter definicije in standardne izraze. Nanj se navezujeta standarda ISO 55001 in ISO 55002, ki 
opisujeta priporočila in smernice za učinkovito izvajanje upravljanja s sredstvi v praksi.  
 
Mednarodni standard ISO 55000 definira upravljanje s sredstvi kot »usklajeno delovanje 
organizacije, s katero realizira vrednost svojih sredstev« [12] in lažje doseže svoje poslovne 
cilje. Sredstva v tem primeru definirana kot karkoli, kar ima potencialno ali dejansko vrednost 
za organizacijo. Vrednost sredstev se realizira tako, da se uravnotežijo stroški, tveganja in 
merljive koristi (angl. performance benefits). Prednosti upravljanja s sredstvi so:  
 Izboljšano finančno delovanje,  
 obvladovana tveganja,  
 utemeljene investicije,  
 večja učinkovitost,  
 izboljšane storitve in/ali izdelki,  
 večji ugled … [12]  
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Upravljanje s sredstvi je torej poslovna strategija, ki celovito obravnava stroške, ki so 
povezani s sredstvi, tveganja, ki se ob tem pojavljajo, in poslovne rezultate. Gre za skupek 
metod in postopkov, ki organizaciji omogoči, da hitreje in bolj učinkovito doseže svoje 
poslovne cilje. [13] 
 
2.3.5 Elektroenergetika  
Odkar elektrogospodarstva niso več organizirana kot naravni monopoli na področju 
proizvodnje, prenosa in distribucije električne energije, se soočajo z velikimi izzivi. V času do 
sedemdesetih let prejšnjega stoletja so sistemi hitro rasli in oprema je bila razmeroma nova. 
Donos na investicije je bil zagotovljen, zato je bilo relativno enostavno zagotavljati visoko 
stopnjo zanesljivosti. Danes temu ni več tako. Kot del Evropske unije (EU) je Slovenija tudi 
na področju energetike postala del enotnega trga, zato je morala vzpostaviti evropsko 
primerljiv energetski sistem. Na podlagi direktiv in uredb EU je bila uvedena liberalizacija 
energetskega trga, s čimer se je z jasno določenimi pravili omogočil razvoj konkurence med 
udeleženci na trgu [14]. Prenosno omrežje ima omejen proračun za investicije in vzdrževanje, 
zato je težje dosegati želeno zanesljivost sistema. Poraba energije še vedno narašča, oprema se 
stara, kakovost dobave električne energije pa mora kljub temu ostati na zelo visokem nivoju. 
Ker so sredstva podjetij omejena, je potrebno z njimi ravnati zelo skrbno, saj je to edini način, 
da podjetja (p)ostanejo visoko finančno učinkovita [13]. 
 
Kakšna je povezava med elektrogospodarstvom in upravljanjem s sredstvi? Upravljanje s 
sredstvi se je najprej uporabljalo na finančnem področju, kjer poskušajo posredniki z 
različnimi tehnikami upravljanja s sredstvi doseči čim večji donos vloženih sredstev pri 
stopnji tveganja, ki jo izberejo investitorji [13]. Kljub temu so različne tehnike upravljanja s 
sredstvi zelo koristne tudi v elektrogospodarstvu, saj poskušajo podjetja s čim manjšim 
vložkom doseči čim večji donos sredstev. Po mnenju avtorja v [15] je upravljanje s temi 
sredstvi bolj težavno kot upravljanje s finančnimi sredstvi, saj zanje likvidni trg ne obstaja, 
elektroenergetsko omrežje pa je del zelo kompleksnega interkonekcijskega sistema, ki ga je 
poleg vsega potrebno še vzdrževati.  
 
2.3.5.1 CIGRE 
Mednarodni svet za velike elektroenergetske sisteme CIGRE (angl. Council on Large Electric 
Systems) je mednarodno nevladno in neprofitno združenje za velike elektroenergetske sisteme 
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s sedežem v Parizu. Trenutno pod njegovi okriljem deluje 16 študijskih komitejev, 
sestavljenih iz 213 ekspertnih skupin [16]. Študijski komite C1, ki obravnava ekonomiko in 
razvoj elektroenergetskih sistemov, je leta 2004 na konferenci v Parizu sprejel naslednjo 
definicijo upravljanja s sredstvi: 
 
»Upravljanje s sredstvi prenosnega in distribucijskega omrežja, ki deluje v tržnem okolju, 
vključuje centralizacijo ključnih poslovnih odločitev omrežne dejavnosti za maksimiranje 
dolgoročnega donosa ob visoki ravni storitev od sprejemljivih in obvladljivih tveganjih« [7], 
[17]. 
 
V [17] lahko preberemo še, da je namen celotnega procesa upravljanja s sredstvi optimalno 
gospodarjenje s sredstvi in z njihovim delovanjem, z nastalimi tveganji in s stroški, ki 




Ameriški inštitut EPRI (angl. Electric Power Research Institute) se ukvarja z raziskavami in 
razvojem proizvodnje, prenosa in rabe električne energije v korist javnosti [18]. Upravljanje s 
sredstvi je za potrebe prenosa in distribucije definiral kot »strukturirano in integrirano 
zaporedje procesov, skladnih s strateškimi cilji in vrednotami, ki so zasnovani za 
maksimiranje vrednosti družbe z minimiziranjem stroškov v življenjskem ciklu in 
maksimiranjem koristi lastnikom sredstev v celotni življenjski dobi ob zagotavljanju 
zahtevane zmogljivosti in ohranjanju napredovanja sistema« [7], [19].  
 
2.3.5.3 IEC 
Vodilna mednarodna organizacija na področju elektrotehnične standardizacije je komisija IEC 
(angl. International Electrotechnical Commission). V IEC deluje preko 170 različnih odborov 
[20], ki so sestavljeni iz predstavnikov različnih nacionalnih odborov in organizacij, njihovo 
delo pa predstavlja temelj za standardizacijo na nacionalnih ravneh. IEC na več področjih 
sodeluje z ISO. Organizaciji oblikujeta skupne odbore in izdajata skupne standarde. Primer 
sodelovanja je tudi standard ISO/IEC 31010, ki ureja tehnike ovrednotenja tveganj. 
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Poleg prednosti upravljanja s sredstvi, ki jih navaja ISO, IEC v [21] izpostavlja še druge 
koristi: 
 Boljše poznavanje stanja sredstev organizacije, 
 vodeno dolgoročno načrtovanje investicij,  
 opredeljene dolgoročne potrebe po virih, 
 lažje doseganje zastavljenih ciljev obratovanja, 
 možnost načrtovanja vzdrževanja sredstev,  
 boljše načrtovanje stroškov, itd. [21]. 
 
Za sistemske operaterje pri upravljanju z električnimi omrežji po mnenju IEC obstajajo štiri 
bistvene težave, ki predstavljajo pomembna tveganja na področju dobave električne energije 
in njene kvalitete [21]:  
 
1. Veliko obstoječe infrastrukture je bilo zgrajene v prejšnjem stoletju, njena življenjska 
doba se bo vsak čas iztekla. 
2. Kljub dobremu delovanju starejše opreme je zelo težko pridobiti tehnično podporo ali 
nadomestne dele za opremo, ki je bila zasnovana in izdelana pred več desetletij. 
3. V veliko primerih bo s trenutno hitrostjo zamenjave zastarele opreme potrebnih več 
sto let, preden bo zamenjana vsa oprema. 
4. Zaradi velike količine zastarele opreme obstaja precejšnje tveganje več istočasnih 
okvar, ki jih veliko operaterjev omrežij ne bi zmoglo obvladati.  
 
Učinkovito upravljanje s sredstvi in uspešno obvladovanje tveganj bo zato v prihodnosti 
ključnega pomena za kvalitetno delovanje prenosnih elektroenergetskih sistemov. 
  
2.3.5.4 SINTEF 
SINTEF je največja neodvisna raziskovalna organizacija v Skandinaviji. Zaposluje preko 
2000 najboljših mednarodnih strokovnjakov na področju tehnologije, medicine in 
družboslovnih znanosti. SINTEF izvaja raziskave in razvija rešitve za mednarodne partnerje 
iz zasebnega in javnega sektorja [22].  
En izmed njenih inštitutov, ki se ukvarja z raziskavami na področju energetike, se je pred 
nekaj leti ukvarjal s procesom upravljanja s sredstvi distribucijskega elektroenergetskega 
omrežja, ki temelji na obvladovanju tveganj. Upravljanje s sredstvi distribucijskega 
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elektroenergetskega omrežja predstavijo kot »kompleksen proces, ki vsebuje vseživljenjsko 
upravljanje z velikim številom geografsko porazdeljenih sredstev.« [23] Cilj procesa je 
zagotavljanje ustrezne dobave električne energije in zadovoljevanje zahtev uporabnikov, 
lastnikov in vodstva podjetja. V proces upravljanja s sredstvi distribucijskega 
elektroenergetskega omrežja med drugim spadajo: 
 Vzdrževanje sredstev,  
 načrtovanje proračuna in investicij,  
 pridobivanje komponent, nadomestnih delov in materialov, 
 upravljanje kapitalskih naložb in stroškov v življenjskem ciklusu sredstev, 
 upravljanje s podatki, informacijami in znanjem, 
 ovrednotenje in obvladovanje tveganj. 
 
Upravljanje s sredstvi distribucijskega elektroenergetskega omrežja mora biti po priporočilih 
SINTEF-a obvezno izvajano na vseh ravneh odločanja v podjetju – na strateški, na 





Tveganje je danes nekaj povsem vsakdanjega in je prisotno povsod. Z njimi se srečujejo tako 
posamezniki kot organizacije. V [24] lahko preberemo: »Tveganje je verjetnost, da bo 
realizacija dogodka odstopala od pričakovane, najbolj verjetne vrednosti.« Gre torej za 
verjetnost, da bodo nekateri dogodki v prihodnosti vplivali na poslovni proces drugače od 
naših pričakovanj.  
 
Mednarodna organizacija za standardizacijo v ISO vodilu 73 iz leta 2009 tveganje definira kot 
»vpliv negotovosti na doseganje ciljev«. [25] Pri tem je vpliv odstopanja od pričakovanega 
lahko tako negativen kot tudi pozitiven. Cilji se lahko nanašajo na različne organizacijske 
ravni (npr. procesni cilji, projektni cilji, strateški cilji …) in imajo lahko različne vidike (npr. 
okoljski, finančni, varnostni, itd.). Tveganje se pogosto izraža kot kombinacija posledic 
nekega dogodka in verjetnosti pojava tega dogodka. [17] Vsa za organizacijo relevantna 
tveganja in njihove lastnosti so zbrane v registru tveganj.  
 
3.2 Delitev tveganj 
Razdelitev tveganj glede na njegove pozitivne ali negativne posledice ni edina možnost 
delitve tveganj. V nadaljevanju je navedenih še nekaj drugih možnosti, ki jih lahko najdemo v 
različni literaturi.  
 
3.2.1 Nevarnost, priložnost, negotovost 
Izraz tveganje se v praktični rabi uporablja na različne načine: običajno je prva asociacija ob 
besedi tveganje nevarnost ali grožnja, sledi povezava z negotovostjo. Obstaja še tveganje kot 
priložnost, ampak jo podjetja velikokrat nehote izpustijo, ker ne razmišljajo o ugodnih 
posledicah nepričakovanih dogodkov. [24]  
 
3.2.1.1 Tveganje kot nevarnost oziroma grožnja 
Za podjetja ta tveganja predstavljajo potencialno izgubo koristi in nedoseganje poslovnih 
ciljev. V to skupino tveganj spadajo finančne izgube, zlorabe, kraje, izguba ugleda podjetja, 
nesreče pri delu, odpovedi sistemov, tožbe, itd. Zaradi neugodnih posledic se obvladovanju 
teh tveganj posveča največ pozornosti.  
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3.2.1.2 Tveganje kot porazdelitev negotovosti 
»Teoretiki opredeljujejo pojem tveganje kot porazdelitev negotovih bodočih rezultatov.« [24] 
Pri tem je negotovost opredeljena kot verjetnostna porazdelitev vseh negativnih in pozitivnih 
rezultatov. Gre torej za posledico nezmožnosti smiselne ocene verjetnostne porazdelitve 
tveganja, zato podjetje uspešnosti ne more predvideti. Avtorji v [24] navedejo še, da je v tem 
primeru »cilj obvladovanja tveganja zagotavljanje najvišje mogoče tveganju prilagojene 
donosnosti.« 
 
3.2.1.3 Tveganje kot priložnost 
Tveganje ima lahko tudi pozitivne posledice, čeprav se podjetja večinoma ukvarjajo samo s 
obvladovanjem tveganj z negativnimi posledicami. Povezavo med tveganjem in donosnostjo s 
pridom izkoriščajo različni vzajemni in investicijski skladi. Seveda je donosnost premo 
sorazmerna s tveganjem: večje tveganje – večja možna donosnost in večja možnost izgube.  
 
Ker želijo podjetja in organizacije doseči čim večjo gospodarsko korist, bodo v tej diplomski 
nalogi obravnavana tveganja z negativnimi posledicami, to so po zgornjem opisu tveganja kot 
nevarnosti oz. grožnje. Tako lahko pridemo do poenostavitve, da je tveganje karkoli, kar 
ogroža poslovanje podjetje, saj potencialno zmanjšuje dobiček in/ali povečuje izgubo. 
Sredstva podjetja se zaradi tveganj povečujejo počasneje ali manjšajo hitreje od pričakovanj. 
Z njihovim obvladovanjem organizacije poskušajo doseči optimalno delovanje in uspešno 
realizacijo poslovnih ciljev. 
 
3.2.2 Čista in špekulativna tveganja 
Tveganja lahko glede na mogoče izide in njihove učinke razdelimo v dve skupini. Čista 
tveganja so tista tveganja, pri katerih obstaja samo možnost nastanka izgube, možnost 
pozitivnih posledic ne obstaja. V najboljšem primeru bo torej končni učinek enak 
načrtovanemu. Druga skupina tveganj so špekulativna tveganja, kjer obstaja možnost 
nastanka tako škode kot tudi koristi. [24] Primer špekulativnega tveganja so npr. investicijski 
skladi, primer čistega tveganja pa npr. možne poškodbe na delovnem mestu.  
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3.2.3 Splošna in specifična tveganja 
Tveganja, ki se pojavljajo pri posameznih poslovnih procesih lahko razdelimo v eno od dveh 
skupin, med splošna ali med specifična tveganja. Splošna tveganja se običajno obvladujejo na 
nivoju podpornih dejavnosti, saj se ta tveganja pojavljajo na vseh glavnih področjih v 
podjetju. Specifična tveganja so vsa ostala tveganja, torej tveganja, ki se pojavljajo v enem 
samem področju poslovanja oziroma ki so specifična za vsako posamezno področje. Zanje je 
značilno, da jih zaradi njihove specifičnosti obvladujemo znotraj posameznih poslovnih 
procesov. 
 
Delitev splošnih tveganj in poglobljenost njihove obravnave je odvisna od posameznih 
podjetij. Pomembno je, da delitev ne postane preveč kompleksna, istočasno pa mora 
odgovarjati potrebam podjetja. 
 
V prvo najobsežnejšo skupino splošnih tveganj spadajo tveganja, ki nastanejo zaradi človeške 
napake. Človeška napaka je lahko posledica neustreznih pooblastil in mej pristojnosti, nastane 
lahko zaradi neustreznega znanja in izurjenosti, nepoznavanja predpisov, pojavi se lahko tudi 
zaradi namerne napake. Možno je tudi, da je vzrok človeške napake neupoštevanje pravil 
obnašanja zaposlenih, kamor spadajo:  
 izdaja poslovnih skrivnosti ali lastniških podatkov,  
 nespoštovanje podpisane konkurenčne pogodbe,  
 kršitev dolžnosti prijave kršitev,  
 neizvajanje disciplinskih ukrepov in  
 situacije konflikta interesov. 
 
Druge skupine splošnih tveganj so še:  
 Napaka opreme ali orodja,  
 napaka postopka (neurejene odgovornosti, pomanjkanje rednega poročanja in rednih 
sestankov, neupoštevanje predpisanih postopkov v pravilniku),  
 napaka metode (napačna izbira in napačna uporaba metode, neodobrena metoda s 
strani odgovorne osebe),  
 napaka nadzora (neustrezen postopek in neustrezen obseg nadzora) ter  




3.2.4 Druge vrste tveganj 
V različni literaturi lahko najdemo še mnogo različnih tveganj. V [24] so omenjena npr. 
davčna tveganja, finančna tveganja, obrestna tveganja, politična tveganja, projektna tveganja, 
itd. V različni literaturi [26], [27] se omenjajo tveganja, razdeljena v štiri skupine: denarna 
tveganja, strateška tveganja, obratovalna tveganja in varnostna tveganja. Pojem tveganje se 
pojavlja tudi izven poslovnih krogov. V družboslovju se pojem tveganje npr. pojavlja kot 
družbenovrednotna in spoznavna kategorija.  
 
3.3 Tveganja v elektroenergetiki 
V povezavi z delovanjem sistemskega operaterja prenosnega omrežja (SOPO) nas bodo 
zanimala tveganja, ki predstavljajo nevarnost oziroma grožnjo. V kolikor pride do pojava 
nepredvidenih dogodkov, ki imajo na delovanje SOPO pozitivne učinke, se s temi dogodki ni 
potrebno ukvarjati. Pomen obvladovanja tveganj je v izboljšanju delovanja in doseganja ciljev 
organizacije, zato je obravnava pozitivnih tveganj na tem mestu nepotrebna.  
 
SOPO v Sloveniji je javno podjetje, zato je podvržen strogemu regulatornemu nadzoru. SOPO 
se iz tega razloga praviloma ne podaja v špekulativna tveganja. Poleg tega je seznam literature 
o špekulativnih tveganjih na različnih področjih precej obsežen, zato se v tej nalogi s 
špekulativnimi tveganji ne bomo ukvarjali. Pri procesu obvladovanja tveganj bodo v ospredju 
čista tveganja, saj je za boljše delovanje podjetja potrebno zmanjšati pogostost pojavljanja teh 
tveganj in njihov vpliv na poslovanje organizacije.  
 
Dejavnosti SOPO lahko v grobem razdelimo na tri glavna področja: načrtovanje, investicije in 
vzdrževanje. Poleg teh treh glavnih področij obstajajo v podjetju različne podporne 
dejavnosti, ki so vpletena v vsa glavna področja delovanja. Med podporne dejavnosti spadajo 
kadrovska služba, notranji nadzor, pravna služba, informacijsko telekomunikacijska 
tehnologija, itd. Te podporne službe se ukvarjajo s splošnimi tveganji, zato bo v tej nalogi več 
poudarka na specifičnih tveganjih, ki se pojavljajo neposredno na področjih načrtovanja, 
investicij in vzdrževanja. Ob tem je potrebno poudariti, da je uporaba registra tveganj 
primerna za obvladovanje katerihkoli tveganj, splošnih ali specifičnih, čistih ali špekulativnih, 
tveganj na področju ekonomije ali na področju elektroenergetike.  
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4 Obvladovanje tveganj 
 
Register tveganj je pomemben dokument pri obvladovanju tveganj, ki je del procesa 
upravljanja s sredstvi. Podjetja želijo z obvladovanjem tveganj čim bolj zmanjšati vpliv 
nezaželenih dogodkov na njihov poslovni proces, zato je tveganja na prvem mestu potrebno 
prepoznati, jih analizirati in ukrepati tako, da bodo negativne posledice čim manjše oziroma 
da se sploh ne bodo pojavile.  
 
Slovar slovenskega knjižnega jezika glagol obvladovati med drugim razloži kot [3]: 
2. biti sposoben odločujoče vplivati na pojavitev, potek, stopnjo česa; 
3. biti sposoben (uspešno) opravljati kako delo, dejavnost; 
4. imeti nad kom oblast, gospostvo. 
 
Podjetje želi tveganja preprečiti oziroma odločujoče vplivati na njihovo pojavitev. S 
procesom obvladovanja tveganj želi imeti tveganja pod nadzorom, jih imeti v oblasti. Kljub 
temu, da je angleški izraz za obvladovanje tveganj risk management (včasih tudi enterprise 
risk management), bo v tej diplomski nalogi uporabljena besedna zveza obvladovanje tveganj, 
saj glagol obvladovati po definiciji iz SSKJ ustreza procesu obvladovanja tveganj. Poleg tega 
je izraz obvladovanje tveganj uporabljeno tudi v slovenskem prevodu mednarodnega ISO 
standarda [28]. 
 
Pred obravnavo tveganj je potrebno imeti jasno določene cilje podjetja. Pri tem bodo imela 
najmanj težav podjetja z izdelanim strateškim načrtom. Cilji podjetja se namreč neposredno 
povezujejo s poslanstvom, vizijo in vrednotami podjetja. Poleg tega je strateški načrt običajno 
dokument, ki povezuje vse nivoje in vsa področja v podjetju.  
 
Obvladovanje tveganj je v osnovi integriran in sistematičen proces, ki pa ni nujno 
centralizirana funkcija v podjetju. Pri podjetjih v najbolj razviti fazi je dolgoročno 
obvladovanje tveganj način poslovanja na vseh ravneh podjetja, ki ga izvajajo vsi zaposleni. 
[24] Bistveno je, da so vsi procesi obvladovanja tveganj znotraj podjetja kompatibilni med 
seboj. Zaradi prepletanja področij in njihove soodvisnosti je uspešnost procesa v veliki meri 
odvisna od dobre komunikacije in informiranosti med posameznimi področji in med 
posameznimi nivoji v podjetju. 
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Obvladovanje tveganj s seboj ne prinaša zgolj koristi, ampak tudi določene stroške. Poleg 
stroškov za izvajanje ukrepov za blaženje tveganj, obstajajo tudi neki stalni stroški zaradi 
samega izvajanja funkcije obvladovanja tveganj [24]. Poleg tega obvladovanje tveganj ni 
stoodstotna garancija za uspešno poslovanje podjetja. Kljub temu, da so pozitivni učinki na 
poslovni proces veliki, se lahko vseeno pojavijo nezaželeni dogodki, ki preprečijo doseganje 
zastavljenih ciljev. Upoštevati je potrebno dejstvo, da čeprav je sistem obvladovanja tveganj 
še tako dobro zasnovan, lahko pri njegovi realizaciji vseeno prihaja do različnih težav, ki 
preprečujejo visoko učinkovitost sistema.  
 
Federacija evropskih združenj, ki se ukvarjajo z obvladovanjem tveganj (angl. Federation of 
European Risk Management Associations – FERMA), je v obsežni raziskavi podjetij iz 16 
evropskih držav leta 2008 ugotovila, da ima večina podjetij ukvarjanje s tveganji sicer uradno 
urejeno, do največjih težav pa prihaja ravno pri implementaciji procesa v organizacijah. [29]  
 
Pri procesu obvladovanja tveganj je najpomembneje, da so pozitivni učinki obvladovanja 
tveganj večji od skupnih stroškov procesa, saj v nasprotnem primeru obvladovanje tveganj ni 
smiselno. Pri tem je potrebno poudariti, da igrajo pri procesu obvladovanja tveganj veliko 
vlogo izkušnje s področja poslovanja podjetja in izkušnje s samim procesom obvladovanja 
tveganj. Potrebno je stalno spremljanje in vrednotenje procesa, ki podjetju omogoči 
izboljšanje uspešnosti obvladovanja tveganj in s tem bolj učinkovito upravljanje s sredstvi. 
Register tveganj vsebuje vse informacije o tveganjih, njihovih lastnostih in obvladovanju, 
zato je organizaciji v veliko pomoč pri izvajanju celotnega procesa obvladovanja tveganj.  
 
4.1 Pregled najpomembnejših standardov 
4.1.1 PAS 55 
Britanski standard PAS 55, ki podaja smernice za upravljanje s fizičnimi sredstvi, predstavi 
tudi proces obvladovanja tveganj. V standardu je zapisano, da je za učinkovito obvladovanje 
tveganj potrebno, da »organizacija zastavi, uvede in vzdržuje dokumentiran proces za trajno 
identifikacijo in oceno tveganj povezanih s sredstvi in upravljanjem s sredstvi ter identificira 
in uvede ustrezne nadzorne ukrepe v celotnem življenjskem ciklu sredstva.« [7]  
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Proces obvladovanja tveganj torej poteka neprestano znotraj celotne organizacije. Proces 
mora biti dokumentiran, njegovi bistveni deli pa so identifikacija tveganj, ovrednotenje 
tveganj in ustrezno ukrepanje za zmanjšanje negativnih posledic tveganj. 
 
4.1.2 COSO 
Ameriški komite COSO (angl. Committee of Sponsoring Organizations of the Treadway 
Commission) se med drugim ukvarja tudi z obvladovanjem tveganj [30]. Pri svojem 
delovanje komite definira obvladovanje tveganj v organizaciji kot proces, ki je namenjen 
prepoznavanju potencialnih tveganj in njihovemu obvladovanju z namenom, da bi 
organizacija dosegla zastavljene cilje. Proces organizaciji pomaga oblikovati strategijo 
delovanja, pri njem pa sodeluje tako vodstvo organizacije, kot tudi menedžment in ostali 
zaposleni. [31] 
 
COSO v procesu obvladovanja tveganj izpostavi naslednje med seboj povezane komponente, 
ki so integrirane v delovanje organizacije [31]: 
 Določanje notranjega okolja;  
 zastavljanje ciljev; 
 identifikacija tveganj;  
 ocena tveganj; 
 odziv na tveganja; 
 nadzorne aktivnosti; 
 informiranje in komunikacija; 
 spremljanje procesa.  
 
V [31] so navedene tudi lastnosti učinkovitih vodij obvladovanja tveganj v organizaciji. 
Pomembno je, da vodja zelo dobro pozna poslovanje in ključne strategije organizacije, biti 
mora v dobrih odnosih z njenim vodstvom, seznanjen mora biti s tveganji v organizaciji, imeti 
mora dobre komunikacijske veščine ter veščine vodenja in pospeševanja procesov v 
organizaciji, biti mora kredibilen in imeti podporo v celotni organizaciji. 
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4.1.3 IRM, Alarm, AIRMIC 
En izmed standard za obvladovanje tveganj je leta 2002 nastal ob sodelovanju treh britanskih 
organizacij, ki se ukvarjajo s tem področjem. To so Institute of Risk Management (IRM), The 
Public Risk Management Association (Alarm) in The Association of Insurance and Risk 
Managers (AIRMIC) [25]. Proces obvladovanja tveganj ima po britanskem standardu 
naslednje stopnje [27]: 
 Strateški cilji organizacije, 
 zajem tveganja: analiza in ovrednotenje tveganja, 
 poročanje o tveganjih,  
 sprejem odločitev, 
 obravnava tveganj, 




Slika 3: Proces obvladovanja tveganj po standardu IRM, Alarm in AIRMIC (vir: [27]) 
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Krožni proces obvladovanja tveganj prikazuje Slika 3. Proces je ves čas pod nadzorom, na 
podlagi izsledkov opazovanj nato sledijo konstantne izboljšave vseh stopenj celotnega 
procesa. Prednost tega standarda je, da je nastal na podlagi dobrih praks evropskih podjetij [7] 
in je zato z razliko od mednarodnega standarda ISO 31000 relativno preprost. Standard 
vsebuje smernice, ki prikažejo praktičen in sistematičen pristop k obvladovanju tveganj v 
podjetju, ki je razumljiv tudi nestrokovnjakom na področju tveganj [32].  
 
4.1.4 CAS in AS/NZS 
Družba nezgodnih aktuarjev CAS (Casualty Actuarial Society) obvladovanje tveganj v 
organizaciji opredeli kot disciplino, s katero »organizacija v katerikoli panogi odkriva, 
obvladuje, uporablja, financira in nadzira tveganja« [7], [26]. Obvladovanje tveganj povečuje 
tako kratkoročno kot tudi dolgoročno vrednosti organizacije. Koraki v procesu obvladovanja 
tveganj so prikazani na spodnji sliki (Slika 4).  
 
 
Slika 4: Proces obvladovanja tveganj po CAS (vir: [26]) 
 
Tako kot pri standardu IRM, Alarm in AIRMIC gre tudi pri CAS za krožni proces s 
podobnimi stopnjami in podobnim vrstnim redom. Oba standarda vsebujeta neko začetno 
stopnjo (strateške cilje oz. vzpostavljanje konteksta), sledi prepoznavanje tveganj 
(identifikacija), njihova obdelava (analiza in ovrednotenje) in obravnava tveganj. Oba procesa 
se spremlja in nadzoruje, opažanja nadzora pa služijo za izboljšave ali same vzpostavitve 
konteksta v novem krogu procesa ali posameznih korakov procesa. 
 
CAS se pri opredelitvi svojega procesa sicer opira na standard za obvladovanje tveganj iz 
Avstralije in Nove Zelandije (AS/NZS 4360) [26]. V tem standardu je proces obvladovanja 
tveganj sestavljen iz vzpostavljanja konteksta, obvladovanja tveganj (identifikacija, analiza in 
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ovrednotenje) in njihove obdelave [7]. Celoten proces je pod nadzorom, ves čas je pomembna 
komunikacija in posvetovanje. Standard AS/NZS 4360 izhaja iz mednarodnega standarda ISO 
31000. 
 
4.1.5 ISO [28] 
Večina standardov za obvladovanje tveganja se opira na mednarodne ISO standarde, ki na 
globalni ravni urejajo področje obvladovanja tveganj. To so ISO standardi:  
 ISO 31000 Obvladovanje tveganja – Načela in smernice; 
 ISO 31004 Obvladovanje tveganja – Smernice za izvajanje standarda ISO 31000; 
 ISO 31010 Obvladovanje tveganja – Tehnike za ovrednotenje tveganja [12]. 
 
Besedišče s področja obvladovanja tveganj je opredeljeno v ISO Vodiču 73 iz leta 2009. 
Obvladovanje tveganja ISO definira kot »usklajene aktivnosti za usmerjanje in nadzorovanje 
organizacije v zvezi s tveganjem« [28]. 
 
Standard ISO 31000 je namenjen katerimkoli podjetjem, javnim ali zasebnim, katerimkoli 
združenjem, skupinam in organizacijam ter posameznikom. Uporablja se lahko za različne 
dejavnosti in v različnih sektorjih. Standard je uporaben ne glede na to, ali obravnavamo 
tveganja z negativnimi ali pozitivnimi posledicami. [28]  
 
Mednarodni standard postavi načela in okvir za obvladovanje tveganj ter podrobno razdela in 
opiše celoten sistem obvladovanja tveganj, z razliko od npr. COSO ali AS/NZS 4360, ki zgolj 
predlagajo aktivnosti samega procesa [7]. V uvodu je zapisano, da z mednarodnim ISO 
standardom izvedeno in vzdrževano obvladovanje tveganj organizaciji pomaga [12], [28]: 
 Povečati verjetnost doseganja ciljev, 
 spodbujati proaktivno vodenje, 
 izpolnjevati ustrezne pravne in regulativne zahteve ter mednarodne normative, 
 vzpostaviti zanesljivo podlago za odločanje in načrtovanje, 
 izboljšati njeno upravljanje in prilagodljivost 
 izboljšati delovno uspešnost in učinkovitost,  
 itd. 
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Standard ISO 31000 predstavi načela za uspešno obvladovanje tveganj ter okvir obvladovanja 
tveganj, ki nastane na podlagi teh načel. Standard podrobneje razlaga tudi proces 
obvladovanja tveganj, ki sodi v enega od delov okvira za obvladovanje tveganj. Razmerja 
med načeli, okvirom in procesom obvladovanja tveganj prikazuje Slika 5.  
 
 
Slika 5: Razmerja med načeli okvirom in procesom obvladovanja tveganja (vir: [28]) 
 
4.1.5.1 Načela 
Za uspešno obvladovanje tveganj mora organizacija po standardu upoštevati določena načela, 
ki jih standard podrobneje predstavlja. Obvladovanje tveganj mora biti sestavni del vseh 
organizacijskih procesov, biti mora sistematično, strukturirano in pravočasno, hkrati pa 
pregledno in vključujoče. Upoštevati mora človeške in kulturne dejavnike ter biti prilagojeno 
aktualnim potrebam. Zato je potrebno, da je obvladovanje tveganj dinamično in odzivno na 
spremembe. Obvladovanje tveganj je ponovljivo in omogoča nenehno izboljševanje 
organizacije. [28] 
 
Standard oziroma njegov dodatek vsebuje tudi različne nasvete organizacijam, ki želijo 
uspešneje obvladovati tveganja.  
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4.1.5.2 Okvir za obvladovanje tveganj 
»Skupek elementov, ki zagotavljajo temelje in organizacijske ureditve za snovanje, izvajanje, 
spremljanje, pregledovanje in nenehno izboljševanje obvladovanja tveganja po vsej 
organizaciji« [28] po ISO standardu imenujemo okvir za obvladovanje tveganj. Okvir je del 
celotnega delovanja organizacije, njegovi temelji vključujejo »politiko, cilje, naloge in 
pooblastila ter zavezanost k obvladovanju tveganja« [28]. Organizacijske ureditve vključujejo 
»načrte, odnose, odgovornosti, vire, procese in aktivnosti« [28]. 
 
Okvir za obvladovanje tveganj je zelo pomemben za uspešen proces obvladovanja tveganj, saj 
predstavlja temelj in ureditve za implementacijo na vseh ravneh organizacije. Dober okvir 
omogoča učinkovito sporočanje tveganj ter s tem ustrezno sprejemanje odločitev v 
organizaciji. Univerzalni okvir za obvladovanje tveganj ne obstaja. Vsaka organizacija ga 
mora zastaviti v skladu s svojimi specifičnimi potrebami.  
4.1.5.2.1 Naloge in pooblastila ter zavezanost 
Ko se organizacija odloči za načrtno in sistematično obvladovanje tveganj, je ta odločitev 
dolgoročna in zahteva trajno zavezanost vodstva organizacije. Naloga vodstva je, da natančno 
načrtuje in skrbno razdeli naloge ter pooblastila in odgovornosti v celotnem procesu, kar mora 
storiti v skladu z ISO načeli za uspešno obvladovanje tveganj, ki so opisana zgoraj.  
4.1.5.2.2 Zasnova okvira za obvladovanje tveganj 
Naslednji korak predstavlja zasnova okvirja za obvladovanje tveganj. Pri tem je pomembno 
razumevanje organizacije in njenega konteksta, vzpostaviti je potrebno politiko obvladovanja 
tveganj, kamor med drugim spadajo zavezanost organizacije k procesu, jasno zastavljeni cilji 
procesa, način vrednotenja in sporočanja procesa, itd. V zasnovo okvirja sodi še način 
vključevanja obvladovanja tveganj v organizacijske procesa, vzpostavljanje mehanizmov 
komuniciranja in poročanja ter določitev virov, ki so namenjeni obvladovanju tveganj, in 
način zagotavljanja odgovornosti in kompetentnosti. [28]  
4.1.5.2.3 Izvajanje obvladovanja tveganj 
Pri tem koraku gre za izvajanje okvira in za izvajanje procesa obvladovanja tveganj. Sam 
proces bo predstavljen spodaj, za izvajanje okvira pa je potrebno določiti časovne okvire, 
vpeljati politiko obvladovanja tveganj v organizacijske procese, organizacija mora delovati v 
skladu z zakonodajo in drugimi zahtevami ter po potrebi organizirati usposabljanja. 
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Pomembno je, da organizacija skupaj z različnimi deležniki (vodstvo, lastniki, delničarji, itd.) 
ohranja in posodablja ustreznost okvir za obvladovanja tveganj. 
4.1.5.2.4 Spremljanje in pregled okvira 
Redno spremljanje okvira organizaciji omogoča vpogled v uspešnost obvladovanja tveganj, 
poleg tega preverja tudi ustreznost okvira, politike in načrt obvladovanja tveganj glede na 
trenutni kontekst organizacije.  
4.1.5.2.5 Nenehno izboljševanje okvira 
Organizacija mora na podlagi rezultatov spremljanja in pregledov neprestano poskušati 
izboljšati celoten sistem obvladovanja tveganj: okvir, politiko in strategijo, načrt, itd.  
 
4.1.5.3 Proces obvladovanja tveganj 
Proces obvladovanja tveganj ISO definira kot sistematično uporabo »politik, postopkov in 
praks obvladovanja pri aktivnostih:  
 komuniciranja,  
 posvetovanja,  
 vzpostavljanja konteksta ter  
 identificiranja,  
 analiziranja,  
 vrednotenja,  
 obravnavanja,  
 spremljanja in  
 pregledovanja tveganj.« [28] 
 
Proces naj bo po priporočilih standarda sestavni del vodenja organizacije, vgrajen naj bo v 
njeno kulturo in prakse ter prilagojen njenim poslovnim procesom. [28] Sestavljen je iz 
vzpostavljanja okolja, ocenjevanja tveganja (identifikacija, analiza in ovrednotenje tveganja) 
ter obravnave tveganja. Ves čas procesa poteka njegovo spremljanje in pregled ter 
komuniciranje in posvetovanje. 
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4.1.5.3.1 Komunikacija in posvetovanje 
ISO v standardu za obvladovanje poudari pomen komuniciranja in posvetovanja v vseh fazah 
procesa. Na ta način podjetje doseže, da vsi sodelujoči v procesu razumejo, »na kateri podlagi 
se sprejema katera odločitev in zakaj so potrebni posamezni ukrepi« [28]. 
4.1.5.3.2 Vzpostavljanje konteksta 
Pri vzpostavljanju konteksta je potrebno navesti cilje organizacije ter določiti obseg in merila 
tveganja, ki morajo biti skladna s politiko obvladovanja tveganj v organizaciji. Nekateri 
parametri pri vzpostavljanju konteksta so podobni parametrom, ki se jih upošteva pri pripravi 
okvira za obvladovanja tveganj. Razlika je v tem, da jih je potrebno na tem mestu podrobno 
upoštevati. Pomembna je predvsem povezanost parametrov z obsegom določenega procesa 
obvladovanja tveganj. [28] 
 
Merila tveganja so »pogoji za vrednotenje pomembnosti tveganja« [28], ki jih organizacija 
opredeli na podlagi svojih ciljev in konteksta, upoštevati pa morajo tudi standarde, zakone, 
politike in druge zahteve [28]. Merila tveganja morajo biti določena na začetku vsakega 
procesa, potrebno jih je tudi redno pregledovati. Standard predlaga, naj se pri določanju meril 
opredeli, kako se bo določala verjetnost, kako se bo opredelilo raven tveganja (velikost 
tveganja, izražena s kombinacijo posledic in njihove verjetnosti) ter do katere ravni tveganja 
je tveganje še sprejemljivo, itd. [28] 
4.1.5.3.3 Ocenjevanje tveganja 
Ocenjevanje tveganja je sestavljeno iz identifikacije tveganja ter njegove analize in 
ovrednotenja. Pri identifikaciji gre predvsem za določanje vzrokov tveganja ter njegovih 
možnih posledic. Identifikacija mora biti obširna in obsežna, saj predstavlja osnovo za 
nadaljnje korake procesa obvladovanja tveganj. Pomembno je, da pri identifikaciji 
upoštevamo aktualne informacije ter da pri tem koraku sodelujejo kompetentni ljudje z 
dobrim poznavanjem organizacije in njenega okolja.  
 
Po identifikaciji tveganja sledi analiza. Njeni rezultati predstavljajo vhodne podatke za 
naslednji korak – ovrednotenja tveganja, na podlagi katerih organizacija izbere ustrezne 
metode in strategije za obvladovanje tveganja. Analizirati je potrebno vzroke tveganj in raven 
tveganja (njegove posledice in verjetnosti). Ugotoviti je potrebno, kateri dejavniki lahko 
vplivajo na raven tveganja ter katere cilje ogroža posamezno tveganje. Organizacija mora v 
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tem koraku upoštevati tudi že obstoječe ukrepe za obvladovanja tveganj. Analiza je lahko 
»kvalitativna, polkvalitativna ali kvantitativna ali kombinacija«, njena podrobnost je odvisna 
od samega »tveganja, namena analize ter od informacij, podatkov in virov, ki so na voljo.« 
[28] 
 
Namen ovrednotenja tveganj je pomagati organizaciji pri odločanju, katera tveganja je sploh 
potrebno obravnavati ter v kakšnem vrstnem redu. Na podlagi ravni analiziranih tveganj ter 
meril tveganj, ki so bila določena v kontekstu, se tveganja razvrstijo v prioritetno lestvico. Na 
vrstni red obravnave tveganj poleg prioritetne razvrstitev vplivajo različne pravne, regulativne 
in druge zahteve [28]. 
4.1.5.3.4 Obravnavanje tveganja 
Pri obravnavanju tveganj mora organizacija najprej izbrati možnosti za spreminjanje tveganj, 
nato sledi izvajanje izbranih možnosti. Obstaja več različnih možnosti obravnavanja tveganj: 
 Izogibanje tveganju oziroma aktivnosti, ki povzroča tveganj; 
 sprejemanje ali povečanje tveganja, kadar pričakujemo pozitivne posledice tveganja; 
 odstranjevanje vira tveganja (elementa, ki lahko povzroča tveganje); 
 spreminjanje verjetnosti; 
 delitev tveganja (npr. pogodbe z drugimi strankami) in  
 utemeljeno ohranjanje tveganja [28].  
 
Izbira možnosti oziroma ukrepov za spreminjanje tveganj je zelo pomembna. Smiselno je 
poiskati najboljše razmerje koristi (enačba (1)), ki nastanejo zaradi obravnavanja tveganja, s 
trudom, ki ga je potrebno vložiti v ukrep, in stroški, ki pri tem nastanejo. Najučinkovitejši 
ukrep je tisti ukrep, pri katerem je razmerje največje. 
 
                    
                 
                      
   (1) 
 
Naslednji korak pri je načrt obravnavanja tveganj, v katerem organizacija določi, kako se 
bodo ukrepi izvajali in v kakšnem vrstnem redu. Pri pripravi načrta za izvajanje ukrepov mora 
organizacija delovati v skladu z različnimi zahtevami (pravnimi, regulativnimi in drugimi). 
Upoštevati mora tudi tveganja s hudimi negativnimi posledicami, pri katerih obravnavanje ni 
ekonomsko upravičljivo, čeprav je verjetnost tveganja morda majhna. V načrt obravnavanja 
Proces obvladovanja tveganj 
32 
spada tudi določen način spremljanja izvajanja ukrepov in njihove učinkovitosti, poleg tega pa 
mora vključevati tudi odgovorne osebe za posamezne ukrepe, vire financiranja izvajanja 
ukrepov in terminski načrt. [28] 
 
Načrtu sledi vpeljava in izvajanje izbranih ukrepov v poslovnih procesih organizacije. Za 
uspešno implementacijo ukrepov je potrebna ustrezna komunikacija v organizaciji, od 
izvajalcev ukrepov in odgovornih za obravnavanje tveganj do vodstva in lastnikov 
organizacije. [28] 
 
Po izvedbi ukrepov je potrebno dokumentirati preostalo tveganj, ki ga z obravnavanjem 
nismo odpravili. Po potrebi se lahko preostalo tveganje nadalje obravnava. [28] 
4.1.5.3.5 Spremljanje in pregled 
Spremljanje in pregled procesa obvladovanja tveganj mora biti načrtovano, nadzor oziroma 
preverjanje naj se redno izvaja v vseh korakih procesa. Spremljanje in pregled organizaciji 
zagotavljata učinkovitost ukrepov, saj nudita vpogled v različne dele procesa in s tem 
možnost prilagajanja glede na resnične potrebe. Pomembna je redna analiza obvladovanja 
tveganj ter učenje tako iz uspehov kot tudi neuspehov. Ugotovitve spremljanja in pregleda 
morajo biti ustrezno poročane na vseh ravneh organizacije, saj se te ugotovitve uporabljajo 
kot vhodni podatki za vsakokraten pregled okvira obvladovanja tveganj. [28] 
 
Pri celotnem procesu obvladovanja tveganj je pomembno, da so vse aktivnosti v procesu 
ustrezno zabeležene in dostopne. Zapisovanje procesa je orodje za izboljševanje metod, 
strategij in celotnega procesa obvladovanja tveganj v prihodnosti organizacije. [28] Register 
tveganj olajša beleženje procesa, hkrati pa lahko omogoča hitro in ažurno komuniciranje med 
različnimi nivoji in različnimi področji v organizaciji.  
 
4.1.6 Obvladovanje tveganj v elektroenergetiki 
Na področju elektroenergetike je pri obvladovanju tveganj potrebno omeniti organizacijo 
EURELECTRIC. Pri njihovem splošnem pregledu obvladovanja tveganj v elektroindustriji v 
[33] je zapisano, da je obvladovanje tveganj v organizaciji sestavljeno iz: 
 procesa obvladovanja tveganj (identifikacija in razvrstitev tveganj, strategija, 
upravljanje in nadzor procesa); 
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 elementov organizacijske strukture (odbori za tveganje, vloge in odgovornosti vodstva 
organizacije, definiranje in razporejanje tveganj obstoječim operativnim in 
funkcionalnim skupinam v organizaciji); 
 orodij, metodologij in sistemov (orodja za kategorizacijo tveganj in oceno tveganj, 
metodologije za pripravo strategij, orodja za ovrednotenje tveganj in poročanje, 
podporni IT sistemi); 
 zahtevanih veščin (poznavanje različnih ravni na področju obvladovanja tveganj in na 
ostalih področjih delovanja organizacije). 
 
Proces je podobno kot pri prejšnjih primerih sestavljen iz identifikacije tveganj, njihove 
razdelitve po velikosti vpliva na poslovanje organizacije, sledi izbira strategije ter izvedba 
ukrepov in nadzor uspešnosti procesa. Priporočila EURELECTRIC za vpeljavo procesa v 
organizacijo so postopna in interaktivna implementacija, integriran pristop in osredotočanje 
na ustvarjanje vrednosti. [7] 
 
Na podoben način kot pri EURELECTRIC postopek obvladovanja tveganj opredelijo tudi v 
SINTEF-u. V [34] opisan proces je modifikacija procesa, ki ga predlaga mednarodna 
organizacija za standardizacijo ISO. Proces je prilagojen obvladovanju tveganj za delovanje 
sistemskih operaterjev distribucijskega elektroenergetskega omrežja in ga prikazuje Slika 6.   
 
 
Slika 6: Proces obvladovanja tveganj po SINTEF-u (vir: [34]) 
 
V nadaljevanju diplomske naloge bo predstavljen proces obvladovanja tveganj, ki bi SOPO 
lahko koristil pri oblikovanju in uporabi svojega registra tveganj. 
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5 Proces obvladovanja tveganj 
 
V tem poglavju je predstavljen splošen proces obvladovanja tveganj. Dobro poznavanje 
procesa je bistveno za učinkovito upravljanje s sredstvi v organizaciji. Poleg tega proces 
obvladovanja tveganj predstavlja temelj za oblikovanje takšnega registra tveganj, da bo 
organizaciji v čim večjo korist.  
 
Opisan proces je samo en izmed možnih načinov, ki ga SOPO lahko uporabi pri upravljanju z 
njegovimi sredstvi. Proces obvladovanja tveganj je sestavljen iz priporočil različnih 
standardov in dobrih praks z različnih področij. Prikazuje ga Slika 7.  
 
 
Slika 7: Predlog procesa obvladovanja tveganja za SOPO register tveganj 
 
Obvladovanje tveganj je krožni proces, ki se vedno začne s postavljanjem okvira. Sledita 
zajem in obravnava tveganj. Tekom celotnega procesa je zelo pomembna dobra komunikacija 
na vseh nivojih v SOPO ter učinkovito sporočanje tveganj in ukrepov za njihovo 
obvladovanje. Spremljanje procesa je namenjeno opazovanju uspešnosti procesa, pridobljene 
ugotovitve služijo za izboljšave med samim potekom procesa in za prilagajanje okvira v 
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naslednjem krogu obvladovanja tveganj v SOPO. Vsi podatki o tveganjih, aktivnosti 
obvladovanja ter izsledki spremljanja procesa so zbrani v registru tveganj.  
 
5.1 Postavljanje okvira 
Postavljanje okvira je temelj, iz katerega izhaja celoten proces obvladovanja tveganj v 
organizaciji. Okvir sestavljajo različne komponente, od značilnosti organizacije in okolja, v 
katerem deluje, do konkretnega načina obvladovanja tveganj. SOPO ima kot vsaka 
organizacija svojo specifično organiziranost in strukturo, ki jo je potrebno upoštevati pri 
postavljanju okvira. Za uspešen proces obvladovanja tveganj je ključnega pomena integracija 
procesa na vsa področja in vse nivoje organizacije [27].  
 
Na poslovanje SOPO vpliva okolje, v katerem operater deluje (npr. konkurenca, obrestne 
mere, zakonodaja, itd.). V njegovo delovanje so povezani različni deležniki (lastniki podjetja, 
vodstvo, zaposleni, stranke, pogodbeniki …). Pri vpeljavi procesa obvladovanja tveganj v 
SOPO je nujno potrebna močna podpora deležnikov in vodstva [25], saj je implementacija 
procesa v nasprotnem primeru težko izvedljiva, slabša bo tudi učinkovitost procesa.  
 
V okvir spadajo še vrednote, poslanstvo in vizija SOPO, ki poleg obsežne analize celotnega 
podjetja oblikujejo strateški načrt. Strateški načrt je dokument, ki opisuje izzive, s katerimi se 
SOPO srečuje, ter določa dolgoročne cilje, ki jih želi doseči, in tudi strategije organizacije – 
na kakšen način doseči želeno uspešnost delovanja. Ena od strategij je tudi obvladovanje 
tveganj organizacije. Premišljeno zastavljeni strateški cilji so za celoten proces obvladovanja 
tveganj zelo pomembni [24], [26], saj se proces ukvarja ravno z dogodki, ki imajo negativne 
posledice in ogrožajo doseganje zadanih ciljev SOPO.  
 
Na stanje v organizaciji močno vplivajo tudi njeni poslovni rezultati, ki so prikazani v 
računovodskih izkazih (bilanca stanja, izkaz uspeha, izkaz denarnih tokov). Na podlagi 
poslovanja podjetja se lahko določi sredstva, ki so na voljo za obvladovanje tveganj. Od tega 
je odvisno, na kakšen način bo sploh potekalo obvladovanje tveganj v SOPO: npr. bo za 
proces odgovoren ena sama oseba ali se za obvladovanje tveganj ustanovi novo delovno 
skupino oziroma odbor [31]. SOPO mora v postopku postavljanja okvira določiti še, kakšni 
bodo kazalniki uspeha v procesu in kakšen bo komunikacijski protokol o tveganjih in 
njihovem obvladovanju v organizaciji. 
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Okvir za obvladovanje tveganj je potrebno redno posodabljati, da preostali del procesa 
obvladovanja tveganj poteka na podlagi ažurnih podatkov o stanju organizacije in njenih 
dejanskih potrebah. Če se na primer spremeni lastnik, je verjetnost sprememb v celotni 
organizaciji velika in obstoječi proces obvladovanja tveganj po vsej verjetnosti ni več 
ustrezen. Ob posodabljanju strateškega načrta in strateških ciljev je proces prav tako potrebno 
zastaviti na podlagi novih ciljev in usmeritev SOPO. Spremembe so potrebne tudi v primeru 
prestrukturiranja podjetja. Ne nazadnje je pomembno, da se na podlagi ugotovitev nadzora 
procesa in njegove uspešnosti obvladovanja tveganj ustrezno prilagodi oziroma spremeni 
potek obvladovanja tveganj. Redno posodabljanje okvira je ključnega pomena za izboljšanje 
učinkovitosti  procesa obvladovanja tveganj v katerikoli organizaciji.  
 
5.2 Zajem tveganj 
Ko je okvir za obvladovanje tveganj v SOPO postavljen, sledi zajem tveganj. SINTEF 
izpostavi tri bistvena vprašanja, na katera mora SOPO odgovoriti v tej fazi [34]. To so:  
 
1. Kaj gre lahko narobe? 
2. Kako verjetno se to lahko zgodi? 
3. Kakšne so posledice? 
 
SOPO bo torej iskal scenarije različnih okoliščin, ki lahko vplivajo na njegovo poslovanje, ter 
poskušal čim bolje opredeliti verjetnost posameznih scenarijev in njihove posledice. V študiji 
[34] SINTEF kot primer scenarijev tveganj v elektroenergetskem omrežju navede npr. 
škodljivo vreme, preobremenjenost komponent v omrežju, pomanjkanje vzdrževanja, itd.  
 
Za učinkovito obvladovanje tveganj je potrebno prepoznati in temeljito popisati dogodke, ki 
lahko vplivajo na doseganje ciljev SOPO. Sledi analiziranje identificiranih tveganj ter ocena 
obsega njihovega vpliva na poslovanje ter verjetnosti oziroma pogostosti pojavljanja 
neželenih dogodkov. [31] 
 
Za zajem tveganj obstaja veliko različnih metod in tehnik. Mednarodni standard ISO/IEC 
31010 je posvečen prav načinu in izbiri ustreznih tehnik za zajem tveganj pri procesu 
obvladovanja tveganj. V standardu je omenjenih več kot 30 različnih tehnik, s katerimi si 
organizacije lahko pomagajo pri zajemu tveganj:  
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 možganska nevihta (angl. brainstorming),  
 kontrolni seznam,  
 Monte Carlo simulacija,  
 indeks tveganja,  
 študiji FMEA in HAZOP,  
 analiza stroškov in koristi,  
 scenarijska analiza, itn. [35].  
 
Nekateri drugi viri, npr. [25], omenjajo tudi vprašalnike, različne delavnice, SWOT  in 
PESTLE analizo, itd.  
 
Načinov zajema tveganj je veliko, nekatere so zelo preproste, druge zahtevnejše simulacije in 
analize. Ne glede na izbiro metode za zajem tveganj je pomembno, da pri zajemu sodelujejo 
kompetentni in izkušeni ljudje, ki SOPO in njegovo delovanje dobro poznajo. V fazo zajema 
tveganj je smiselno vključiti različne deležnike in njihovo mnenje. Samo na ta način bo SOPO 
dobilo ustrezne vhodne podatke za nadaljnjo obravnavo tveganj v podjetju. 
 
5.2.1 Identifikacija tveganj  
Prvi del zajema tveganj predstavlja identifikacija tveganj. ISO identifikacijo tveganja definira 
kot »proces ugotavljanja, priznavanja in opisovanja tveganja," [28]. SOPO mora pripraviti 
obsežen nabor virov tveganj, ki vplivajo na doseganje njegovih strateških ciljev, saj bodo v 
nadaljevanju obravnavana samo tveganja, ki bodo v tej fazi ustrezno identificirana.  
 
Za identifikacijo tveganj zadostujejo že preproste metode identifikacije: vprašalniki, 
intervjuji, možganska nevihta, analiza posameznih poslovnih procesov, itd. Pri postopku 
identifikacije bo možno dobiti ustrezne in aktualne informacije, če bo SOPO vanj načrtno 
vključil izkušene strokovnjake z različnih področij in iz različnih poslovnih procesov, saj je za 
ustrezno pripravljen nabor tveganj potrebno v proces identifikacije vključiti vsa področja in 
vse nivoje v podjetju.  
V postopku identifikacije tveganj naj SOPO vsako tveganje posebej poimenuje in opiše, 
določi področje podjetja, na katero se tveganje nanaša, ter aktivnost oziroma dejavnost, pri 
kateri se tveganje lahko pojavi. V povezavi s postavljeni okvirom za obvladovanje tveganj naj 
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SOPO zabeleži, na katere komponente iz okvira se tveganje navezuje. Lastnosti identificiranih 
tveganj bodo predstavljale pomemben del registra tveganj. 
Tabela 1: Lastnosti identificiranega tveganja 
Ime tveganja  
Opis tveganja Opis vira tveganja, okoliščin in obsega tveganja 
Področje v SOPO Načrtovanje, investicije, vzdrževanje, podporne dejavnosti 
Lokacija potencialne 
pojavitve tveganja 




Ogrožanje strateških ciljev, neizpolnjevanje različnih 
predpisov in/ali zahtev deležnikov, itd. 
 
5.2.2 Analiza tveganj 
Identifikaciji tveganj sledi analiza lastnosti identificiranih tveganj. Namen analize je določitev 
pomembnosti obvladovanja posameznih tveganj. Informacije o obsegu posledic tveganja in 
njegove verjetnosti predstavljajo temelj za ovrednotenje tveganj, ki SOPO poda velikost 
posameznih tveganj in prioritete v fazi obravnave tveganj. 
 
5.2.2.1 Verjetnost tveganja 
SOPO mora pri analizi določiti, kakšna je možnost, da se neko tveganje pojavi. Potrebno je 
čim bolje oceniti verjetnost pojavljanja tveganj v daljšem časovnem obdobju. Če se 
verjetnosti ne da oceniti na podlagi podatkov iz preteklosti, naj pri njenem ocenjevanju 
strokovnjaki z različnih področij podajo svojo stopnjo prepričanja, da se bo neko tveganje 
uresničilo [34]. 
  
Težave pri ocenjevanju verjetnosti tveganj nastanejo, ker se verjetnost določenega tveganja 
skoraj nikoli ne da določiti kvantitativno. Temu se SOPO lahko izogne tako, da verjetnosti 
tveganj razvrsti v razrede. Tabela 2 predstavlja primer verjetnostnih razredov pri ocenjevanju 
verjetnosti glede na pogostost okvare na elementu elektroenergetskega omrežja. Na podoben 
način naj SOPO na podlagi izkušenj določi razrede tudi drugih tveganj, ki niso povezana z 
okvarami na omrežju.  
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Tabela 2: Kvalitativna lestvica možnosti okvare na elementu elektroenergetskega omrežja 








1 zelo redko zelo majhna manj kot 1x na 1000 let 
2 redko majhna 1x na 100 – 1000 let 
3 občasno srednja 1x na 10 – 100 let 
4 verjetno velika 1x na 1 – 10 let 
5 pogosto zelo velika več kot 1x na leto 
 
 
5.2.2.2 Posledice tveganja 
Za ustrezno nadaljnjo obravnavo tveganj je potrebno analizirati tudi možne posledice tveganj 
in oceniti izide dogodkov in okoliščin, ki vplivajo na cilje SOPO. V osnovi se posledice 
razdeli na posledice, ki vplivajo na lastnino organizacije, posledice, ki vplivajo na okolje, ter 
posledice, ki vplivajo na zdravje. SINTEF kljub tej razvrstitvi priporoča bolj podrobno in za 
sistemskega operaterja primernejšo kategorizacijo posledic (Slika 8) [34]. Kategorizacija je 
bila pripravljena za distribucijo električne energije, vendar je popolnoma primerna tudi za 
prenosno elektroenergetsko omrežje, s čimer se ukvarja SOPO. Poudariti je potrebno, da ima 
posamezno tveganje lahko posledice, ki spadajo v več kategorij hkrati. Za primer posledic, ki 
se jih ne da razvrstiti v že obstoječe kategorije, naj SOPO prvotnim kategorijam doda še 
kategorijo »Druge posledice«.  
 
Slika 8: Kategorizacija posledic z elektroenergetskega vidika (vir: [34]) 
 
Tako kot verjetnost tveganja je tudi posledice večinoma težko kvantitativno oceniti. SOPO 
naj posledice razvrsti v razrede. Za vsako kategorijo posledic je potrebno določiti kriterije za 
vsak razred posebej. Primer kriterijev za kategorijo varnost prikazuje Tabela 3. 
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Tabela 3: Kvalitativna lestvica posledic tveganja za kategorijo varnost pri delu in javne 







Nič kršitev/nepomembne kršitve predpisov in zakonov. Brez 
poškodovanih. Brez vpliva/ nepomemben vpliv na delovno okolje.  
2 občutne 
Manjše kršitve predpisov in zakonov. Manjše poškodbe. Manjši 
vpliv na delovno okolje.  
3 srednje velike 
Zmerne kršitve predpisov in zakonov. Znatne poškodbe. Precejšen 
vpliv na delovno okolje.  
4 kritične 
Velike kršitve predpisov in zakonov. Hude poškodbe. Velik vpliv 
na delovno okolje.  
5 katastrofalne 
Obsežne kršitve predpisov in zakonov. Smrtne žrtve ali več hudo 
poškodovanih. Obsežen vpliv na delovno okolje. 
 
Na podoben način kot v zgornji tabeli SOPO določi kriterije za vse ostale kategorije posledic 
tveganj [23]. IRM navaja še eno možnost za opredelitev razredov posledic tveganj, ki je 
prikazana v spodnji tabeli (Tabela 4) [27]. Takšna razvrstitev je možna samo, kadar lahko 
posledice finančno ovrednotimo.  
Tabela 4: Kvalitativna lestvica posledic tveganja (vir: [27]) 
Posledice Kriteriji 
velike 
 Finančni vpliv na organizacije bo po vsej verjetnosti presegel X €.  
 Pomemben vpliv na delovanje in/ali strategijo organizacije. 
 Velika zaskrbljenost deležnikov.«  
srednje 
 Finančni vpliv na organizacije bo verjetno med Y € in X €.  
 Zmeren vpliv na delovanje in/ali strategijo organizacije. 
 Zmerna zaskrbljenost deležnikov.  
majhne 
 Finančni vpliv na organizacije bo po vsej verjetnosti pod Y €.  
 Majhen vpliv na delovanje in/ali strategijo organizacije. 
 Majhna zaskrbljenost deležnikov.  
 
Velikokrat se zgodi, da je posledice tveganj težko umestiti v eno samo kategorijo. V tem 
primeru je takšnim tveganjem potrebno določiti kriterije za vsako kategorije posledic posebej. 
Tabela 5 prikazuje enega izmed možnih načinov ocenjevanja skupnih posledic tveganj, ki 
spadajo v več kategorij hkrati. Ta metoda je bila uporabljena pri SINTEF-ovi raziskavi 
pomembnosti različnih dejavnikov tveganj, ki se pojavljajo v  SODO [36]. 
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Tabela 5: Ocenjevanje posledic tveganj – več kategorij hkrati (povzeto po: [36]) 
Dejavnik 
tveganja 
Kategorija posledic tveganja Skupni 
rezultat Ekonomika Kvaliteta Ranljivost Varnost Okolje Ugled Pogodbe 
CENS 3 3 1   2 2 11 
Dolžina okvar 2 3 3   3  11 
Stroški 
vzdrževanja 
3 3  2  2  10 
Odškodnine 
strankam 
3 3    2  8 
Bolniške 
odsotnosti 
1     1 1 3 
Pritožbe na 
nizki napetosti 
     2  2 
 
V zgornji tabeli (Tabela 5) so za vsako kategorijo posebej številsko ovrednotene posledice 
različnih dejavnikov tveganj. Vpliv posledic v posameznih kategorijah je številsko ocenjen  
od 0 do 3. Tri pomeni največje posledice tveganja, 0 pa označuje tveganje, ki ni na kategorijo 
ne vpliva. Posamezne ocene se pridobijo s pomočjo raziskave med strokovnjaki v podjetju ali 
s katero drugo metodo za zajem tveganj. 
 
V zadnjem stolpcu je seštevek vseh ocen pri posameznih kategorijah: dejavnik tveganja z 
največjim skupnim seštevkom, je najbolj pomemben in mu je potrebno zaradi obsežnih 
posledic posvetiti največ pozornosti pri nadaljnji obravnavi tveganj [36].  
 
5.2.3 Ovrednotenje tveganj 
Naslednji korak v fazi zajema tvegaj je ovrednotenje tveganj. Na podlagi analiziranih lastnosti 
tveganja je potrebno določiti raven tveganja, ki predstavlja velikost njegovega vpliva na 
podjetje [28]. Sledi razvrstitev tveganj po njihovi pomembnosti [26]. Izbira prioritetnih 
tveganj poteka na podlagi ciljev in zahtev iz postavljenega okvira za obvladovanje tveganj ter 
kriterijev za razvrščanje verjetnosti in posledic tveganj v razrede. Razvrstitev tveganj SOPO 
služi pri odločitvah o nadaljnji obravnavi tveganj. 
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5.2.3.1 Raven tveganja 
Za učinkovito obvladovanje tveganj je potrebno ugotoviti, katera tveganja so največja in 
najbolj potrebna obravnave. Z združitvijo verjetnosti tveganja in posledic tveganja se določi 
raven tveganja, ki podaja informacijo o tem, kako veliko grožnjo doseganju ciljev SOPO 
predstavlja tveganje.  
 
Vsa tveganja naj SOPO razvrsti v matriko tveganj (Slika 9) glede na njihovo verjetnost in 
posledice. Glede na 5 razredov verjetnosti tveganj in 5 razredov posledic tveganj zapišemo 
raven tveganja kot (razred verjetnosti tveganja, razred posledic tveganja), npr. (3,2) za 
tveganje, ki ima srednjo verjetnost in občutne posledice.  
 
 
Slika 9: Določanje ravni tveganja z matriko tveganj 
 
V primeru potrebe po bolj natančnem določanju ravni tveganja, se lahko dimenzije matrike 
tveganj poljubno povečajo. Matrika tveganj je zgolj ena izmed možnosti za določanje ravni 
tveganj, SOPO se lahko odloči tudi za kakšen drugačen način. Naj velja samo opozorilo, da je 
v primeru množenja razreda verjetnosti tveganja in razreda posledic tveganja potrebno biti 
pozoren, saj zmnožki ne odražajo realne velikosti tveganj: tveganje z majhno verjetnostjo 
(razred 2) in katastrofalnimi posledicami (razred 5) ni nujno manjše od tveganja s srednje 
velikimi posledicami (razred 3) in veliko verjetnostjo (razred 4).  
 
5.2.3.2 Razvrstitev tveganj 
V splošnem obstaja veliko načinov za razvrščanje pomembnosti tveganj. Tveganja, povezana 
neposredno z elektroenergetskih omrežjem, se lahko na primer razvrstijo glede na stanje 
opreme: starost elementov, okvare v preteklosti, vpliv okvare elementa, itd. Tveganja se lahko 
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razvrsti glede na vpliv, ki ga imajo na varnost, na okolje in na zanesljivost obratovanja 
omrežja [21]. Univerzalna rešitev ne obstaja, saj so si organizacije med seboj zelo različne in 
imajo različne zahteve in različna merila določena v okviru za obvladovanje tveganj. 
 
 
Slika 10: Določanje sprejemljivosti tveganj in prioritet z matriko tveganj (vir: [34]) 
 
Ena izmed bolj preprostih in zato bolj pogosto uporabljanih metod je uporaba matrike tveganj. 
Identificirana tveganja je SOPO že analiziral, določil raven tveganj in jih umestil v matriko 
tveganj. Raven tveganja je potrebno primerjati z merili tveganj iz okvira za obvladovanje 
tveganj (strateški cilji, pravne zahteve, interesi deležnikov, itd.) [27]. Na podlagi te primerjave 
sledi določanje sprejemljivosti tveganj, za katero se uporabi barve (Slika 10):  
 rdeča barva – nesprejemljiva tveganja,  
 oranžna – neželena tveganja,  
 rumena –  pogojno sprejemljiva tveganja in  
 zelena – sprejemljiva tveganja [34].  
 
Položaj tveganja v različnih barvah matrike predstavlja sprejemljivost posameznega tveganja 
za organizacijo. V primeru zgornje matrike spada tveganje s srednjo verjetnostjo in občutnimi 
posledicami, torej z ravnijo tveganja (3,2), med pogojno sprejemljiva tveganja.  
 
Vsaka organizacija mora določiti sprejemljivost tveganj glede na svoj okvir za obvladovanje 
tveganj. Barve v matriki na zgornji sliki (Slika 10) predstavljajo zgolj primer sprejemljivosti 
tveganj glede na njihovo raven. 
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SOPO naj pripravi prioritetno lestvico tveganj tako, da vsa tveganja razvrsti glede na njihovo 
sprejemljivost od najbolj nesprejemljivih do sprejemljivih tveganj. Pri obravnavi tveganj bo 
največ pozornosti posvečene tveganjem, ki so nesprejemljiva, nekoliko manj neželenim 
tveganjem, še manj pogojno sprejemljivim tveganjem, sprejemljiva tveganja pa nadaljnje 
obravnave ne potrebujejo. 
 
5.3 Obravnava tveganj 
Obravnava tveganj je »proces, s katerim se spreminja tveganje« [28]. SOPO se lahko na 
posamezna tveganja različno odziva, odziv mora biti v skladu z možnostjo vplivanja na ta 
tveganja in s finančnimi načrti podjetja. Za tveganje, ki za SOPO predstavlja preveliko 
grožnjo, se pripravi nabor možnih ukrepov, ki bodo zmanjšali njegovo raven. Sledi izbira 
najučinkovitejših ukrepov in njihovo izvajanje.  
 
5.3.1 Odziv 
V različni literaturi najdemo več možnih odzivov na tveganja pri procesu obvladovanja 
tveganj. ISO našteje naslednje načine odzivanja na ovrednotena tveganja [28]: 
 izogibanje aktivnostim, ki povzročajo tveganje, 
 sprejemanje tveganja (če je tveganje špekulativno, lahko tudi večanje tveganja), 
 odstranjevanje elementov, ki so sposobni povzročiti tveganje,  
 spreminjanje verjetnosti tveganja, 
 spreminjanje posledic tveganja, 
 delitev tveganja z drugimi (z zavarovanjem, s pogodbami), 
 utemeljeno ohranjanje tveganja. [28] 
 
Vsem ovrednotenim tveganjem, ki niso sprejemljiva tveganja (zeleno področje v matriki 
tveganj), je obvezno potrebno določiti vsaj enega od zgornjih načinov. Obravnavanje tveganja 
lahko vključuje več načinov odzivanja hkrati (npr. spreminjanje verjetnosti, spreminjanje 
posledic in delitev tveganja), saj lahko na ta način bolj zmanjšamo vpliv tveganja kot z enim 
samim načinom odzivanja. 
Pri izbiri odločitve o načinu odziva na tveganje je potrebno upoštevati zmožnosti vplivanja 
SOPO na posamezno tveganje. V večini primerov je določanje možnosti vpliva na tveganje 
rezultat ocenjevanja strokovnjakov s posameznih področij v SOPO. Podobno kot pri 
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določanju verjetnosti in posledic tveganj se možnost vplivanja na tveganje lahko opredeli z 
razdelitvijo v stopnje (Tabela 6). Stopnja 1 vsebuje tveganja, na katera se ne da vplivati (npr. 
vremenski pogoji), stopnja 3 pa tveganja, na katera se lahko vpliva v veliki meri (npr. število 
razpoložljivih terenskih enot). Stopnja 2 vsebuje tveganja, na katera se lahko delno vpliva 
(npr. dolžina izpadov posameznih delov omrežja).  
Tabela 6: Stopnje možnosti vplivanja na tveganja 
Stopnja Kriterij 
Stopnja 1 Organizacija nima vpliva na tveganje. 
Stopnja 2 Organizacija ima delen vpliv na tveganje. 
Stopnja 3 Organizacija ima velik vpliv na tveganje.  
 
Glede na zmožnost vplivanja na posamezna tveganja, se izbira način odzivanja SOPO na ta 
tveganja. Pri tveganjih stopnje 1 se dogodkom, ki povzročajo tveganja, ne da izogniti, prav 
tako ni možna odstranitev elementov, ki tveganja povzročajo. Na verjetnost in posledice 
takšnih tveganj podjetje nima vpliva. Tako lahko tveganja stopnje 1 sprejme, ohrani ali deli z 
drugimi strankami, odvisno od sprejemljivosti tveganj za SOPO. Odziv na tveganja stopnje 2 
in 3 je ustrezno drugačen, a prav tako povezan z vplivom na podjetje in s sprejemljivostjo 
posameznih tveganj. 
 
5.3.2 Ukrepi za obvladovanje tveganj 
Določanju načinov odziva na tveganja sledi priprava nabora ukrepov, ki bodo SOPO na 
izbran način pomagali zmanjšati vpliv neželenih dogodkov. Pomembno je, da nabor tveganj 
pripravljajo kompetentni ljudje v podjetju, da je nabor ukrepov relevanten in učinkovit. SOPO 
naj izbira ukrepe glede na njihovo učinkovitost – glede na razmerje ocenjenih koristi ukrepa 
in ocenjenih stroškov ukrepa. To pomeni, da je potrebno ovrednotiti vpliv ukrepov na raven 
posameznih tveganj: SOPO mora oceniti vpliv posameznega ukrepa na verjetnost tveganja in 
na njegove posledice. Stroški ukrepov ne smejo biti večji od pričakovane koristi ukrepa. 
Večja kot je korist ukrepa v primerjavi z njegovimi stroški, večja je učinkovitost ukrepa [27], 
[28], [31]. SOPO naj pri vsakem tveganju izbere tistega od ukrepov, ki je najučinkovitejši. 
Število tveganj, ki jih bo SOPO zmogel obravnavati, je odvisno od stroškov posameznih 
ukrepov in od finančnih sredstev, ki jih ima na voljo za obvladovanje tveganj. 
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Po zaključku obravnavanja tveganj SOPO ostane preostalo tveganje [28]. V primeru 
učinkovite obravnave tveganj ima preostalo tveganje nižjo raven kot jo je imelo tveganje pred 
začetkom izvajanja ukrepov. Upoštevati je potrebno, da imajo ukrepi lahko tudi 
nepričakovane učinke in podjetja ne pripeljejo nujno k želenemu cilju – zmanjšanju ravni 
tveganj. V tem primeru preostalo tveganje ni (bistveno) manjše od prvotnega tveganja pred 
obravnavanjem. Pomembno je, da SOPO preostala tveganja analizira in upošteva pri novem 
krogu procesa obvladovanja tveganj.  
 
5.4 Spremljanje procesa 
Proces obvladovanja tveganj je potrebno ves čas spremljati in sproti prilagajati, da postaja 
vedno bolj učinkovit. Pri procesu je potrebno določiti, kako in kdaj se bo nadzorovala 
učinkovitost obravnave tveganj in uspešnost celotnega procesa obvladovanja tveganj [26], 
[31]. Z ustreznim in rednim pregledom SOPO zagotavlja ažurnost informacij ne samo o 
učinkovitosti obravnave tveganj, ampak tudi o spremembah v kontekstu, o uspešnosti 
ovrednotenja tveganj, o novih tveganjih, itd. [28]  
 
Rezultate spremljanja procesa je potrebno beležiti, saj so ti podatki temelj za boljše odločanje 
v prihodnosti. SOPO naj presodi, katere faze procesa so delovale brezhibno in katere ne. 
Dobre prakse naj SOPO obdrži, težavne faze pa v naslednjem krogu obvladovanja tveganj 
nadgradi in izboljša. Krožni proces omogoča nenehne izboljšave v prihodnosti in obenem 




Pravočasna in kvalitetna komunikacija, ki poteka po vseh nivojih in vseh področjih v 
organizaciji, je pri procesu obvladovanja tveganj zelo pomembna [31]. Proces obvladovanja 
tveganj ne poteka samo na enem projektu ali pri eni dejavnosti v SOPO, ampak povsod v 
podjetju. Za uspešno obvladovanje tveganj je potrebno, da so o trenutnih aktivnosti 
obvladovanja tveganj obveščeni deležniki na vseh nivojih, ker imajo pri procesu različne 
vloge in različne odgovornosti, in na vseh področjih, saj marsikateri poslovni procesi potekajo 
na več področjih istočasno.  
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Komunikacija in posvetovanje v SOPO sta potrebna za »zagotavljanje, izmenjavo in 
pridobitev informacij ter za vzpostavitev dialoga z deležniki« [28] v vseh fazah procesa: pri 
identifikaciji, analiziranju tveganj, pri njihovem ovrednotenju in obravnavi ter ves čas 
spremljanja nadzora. Dobra komunikacija vpliva na kvaliteto podatkov in učinkovito 
obvladovanje tveganj.  
 
Različni nivoji v SOPO potrebujejo različne informacije. Vodstvo podjetja zanimajo 
predvsem najpomembnejša tveganja, ki jim je podjetje izpostavljeno, učinkovitost procesa 
obvladovanja tveganj, informacije o učinkovitosti ukrepov, itd. Vodje poslovnih področij 
potrebujejo bistvena tveganja, ki spadajo v njihovo pristojnost, informacije o ukrepih za 
zmanjšanje tveganj, imeti morajo rezultate spremljanja procesa za oceno njegove 
učinkovitosti, itd. Posamezni zaposleni najbolj potrebujejo opis ciljev in način obvladovanja 
tveganj v podjetju, poznati morajo merila tveganj na njihovem delovnem mestu, poznati mora 
svoje zadolžitve glede izvajanja ukrepov za obvladovanje tveganja, itn. Potrebam posameznih 
nivojev mora biti prilagojena tudi oblika informacije [24], [27]. V kolikor ima SOPO svoj 
načrt komuniciranja dobro pripravljen, ne bo prihajalo do večjih težav pri komunikaciji.  
 
5.6 Vloge in odgovornosti 
Da bo proces obvladovanja tveganj potekal nemoteno ter bodo vsa tveganja, njihove lastnosti 
in ukrepi ustrezno sporočani, je potrebna jasna določitev vlog in odgovornosti v procesu 
obvladovanja tveganj v SOPO.  
 
V skladu z vlogami in odgovornostmi v SOPO naj bo pripravljen tudi načrt komuniciranja. 
Delavci na primer vodstvu zagotavljajo informacije o stanju na terenu, ker jih vodstvo 
potrebuje za pripravo strategij in sprejemanje drugih odločitev, od vodstva pa potrebuje cilje 
in jasne usmeritve za njihovo delo. Pri procesu obvladovanja tveganj to pomeni, da operativna 
raven organizacije zagotavlja podatke o izpostavljenosti podjetja tveganjem in o možnih 
ukrepih za obvladovanje tveganj. Vodstvo soodloča, katera tveganja so prioritetna za SOPO 
ter zagotavlja določena sredstva za izvajanje procesa obvladovanja tveganj. Vodstvo običajno 
določa še sprejemljiva merila tveganj, ki so povezana z regulatorji in različnimi pravnimi 
zahtevami. Operativna raven skrbi za ustrezno izvajanje obravnave tveganj in spremlja 
učinkovitost procesa [17].  
 
Proces obvladovanja tveganj 
49 
Za obvladovanja tveganj je običajno zadolžen skrbnik tveganj (angl. risk owner). V praksi se 
večkrat uporablja tudi prevod nosilec tveganj, v različni literaturi pa se za iste zadolžitve in 
odgovornosti uporablja izraz menedžer tveganj (angl. risk manager).  
 
Po ISO standardu je skrbnik tveganj »fizična ali pravna oseba, ki odgovarja za obvladovanje 
tveganja in je za to pooblaščena,« [28]. Glede na okvir organizacije je skrbnik tveganj lahko 
posameznik ali pa odbor oz. oddelek za obvladovanje tveganj, odvisno od velikosti 
organizacije, njene strukture in virov [24]. 
 
Pri organizaciji EURELECTRIC v [33] se omenjata dve vrsti skrbnikov. Odbor za 
obvladovanje tveganj oziroma posameznik, zadolžen za obvladovanje tveganj, je skrbnik 
celotnega procesa obvladovanja tveganj v organizaciji. Zadolžen je za zasnovo procesa in 
njegovo implementacijo v poslovni proces. Skrbnik procesa imenuje skrbnike tveganj na 
posameznih poslovnih področjih, ki so odgovorni za identifikacijo in zajem tveganj na 
njihovem poslovnem področju ter za pripravo možnih načinov za obravnavo tveganj. Skrbniki 
tveganj lahko zadolžitve in naloge poljubno delegirajo svojim zaposlenim [33].  
 
Skrbnik mora dobro poznati poslovne procese v organizaciji oz. poslovnem področju, saj mu 
to omogoča osredotočenost na bistvene dejavnike tveganja. Skrbnik je odgovoren za 
sprejemanje odločitev v skladu z izbranimi usmeritvami organizacije ter za učinkovitost 
ukrepov obvladovanja tveganj. Zadolžen je za zagotavljanje stalne komunikacije na vseh 
organizacijskih ravneh [24]. 
 
Zaradi soodvisnosti vseh sodelujočih v procesu obvladovanja tveganj (vodstva, skrbnika 
procesa, skrbnikov tveganj in zaposleni) sta usklajena komunikacija in učinkovit pretok 
informacij bistvena za uspešno obvladovanje tveganj v organizaciji. Register tveganj je en 
izmed možnih načinov za komuniciranje med vsemi sodelujočimi v procesu na različnih 
nivojih v podjetju. 
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6 Register tveganj 
 
Register tveganj predstavlja orodje, ki organizaciji olajša komunikacijo pri procesu 
obvladovanja tveganj. V registru tveganj so na enem mestu zbrani vsi pomembni podatki o 
obvladovanju tveganj v organizaciji, do različnih podatkov pa imajo dostop različni nivoji. 
Register vsebuje podatke o tveganjih in njihovih lastnostih ter informacije o obravnavi 
tveganj. V registru so zabeležene tudi odgovornosti sodelujočih v procesu in način 
spremljanja procesa. Register tveganj mora biti v celoti prilagojen potrebam SOPO, saj bo 
tako najbolj koristen za podjetje.  
 
6.1 Vloga registra tveganj  
Register tveganj je dokument, v katerega organizacija zapisuje potek obvladovanja tveganja, 
in je na prvem mestu uporabljen kot komunikacijski pripomoček. V registru tveganj so našteta 
vsa identificirana tveganja skupaj z njihovimi posledicami in verjetnostmi. Sprejemljivost 
tveganj za organizacijo se lahko določa z registrom na podlagi ravni tveganj, poleg tega se 
tveganja lahko razvrstijo glede na različne parametre: glede na raven tveganja, glede na same 
posledice ali samo verjetnost, glede na aktivnosti oziroma dejavnost ter glede na poslovno 
področje, kjer se tveganje pojavi, itd. Na ta način se določi prioritetna oziroma prednostna 
tveganja v organizaciji. V registru je prav tako pri vsakem tveganju zapisana možnost 
vplivanja organizacije na tveganje in način odziva ter ukrepi za obravnavo tveganj. V registru 
je prav tako določeno, kdo izvaja ukrepe in kdo je skrbnik tveganja. Način nadzora procesa in 
njegovi izsledki so prav tako del registra tveganj.  
 
Ker register tveganj obsega vse informacije o obvladovanju tveganj v organizaciji, je 
odgovornim v veliko pomoč tudi pri postavljanju okvira procesa, saj lahko vsebuje podatke o 
pomanjkljivostih procesa, o dobrih praksah in komentarjih sodelujočih v procesu. Register 
tveganj olajša komunikacijo med različnimi ravnmi podjetja, saj poenostavi sporočanje 
tveganj v organizaciji in aktivnosti v procesu obvladovanja tveganj ter omogoča posvetovanje 
med različnimi sodelujočimi v procesu. Register tveganj torej vpliva na popolnoma vse faze 





6.2 Register tveganj in standard ISO 31000 
Standard ISO 31000 Obvladovanje tveganj – Načela in smernice predstavlja različna 
priporočila in načela, ki organizaciji pomagajo na poti k uspešnemu obvladovanju njenih 
tveganj. Uporaba registra tveganj v organizaciji zagotavlja izpolnjevanje marsikaterega načela 
in sledi več smernicam v procesu obvladovanja tveganj.  
 
V ISO standardu je zapisano, naj bo proces obvladovanja tveganj sistematičen in strukturiran, 
ker kot tak prispeva k »učinkovitosti ter k doslednim, primerljivim in zanesljivim 
rezultatom,« [28]. Zaradi registra tveganj je izvajanje obvladovanja tveganja v podjetju bolj 
pregledno in njegova implementacija enostavnejša. Poleg tega naj bi obvladovanje tveganj po 
ISO standardu temeljilo na najboljših razpoložljivih informacijah. Register tveganj omogoča 
hiter pretok informacij in s tem ažurnost podatkov. Organizacija ima vpogled tudi v pretekle 
zapise v registru, zato je možno dostopati do različnih podatkov iz preteklosti, ki vplivajo na 
nenehne izboljšave procesa obvladovanja tveganj, ki so eno od načel v standardu ISO 31000 
[28].  
 
Register tveganj pripomore k preglednemu in vključujočemu obvladovanju tveganj, kar je 
tudi eno od priporočil ISO standarda, saj omogoča vpogled samo v tiste podatke, ki so 
relevantni za njegovega uporabnika, poleg tega pa omogoča vključevanje različnih deležnikov 
v proces obvladovanja. Med drugim register tveganj omogoča tudi, da je obvladovanje 
tveganja dinamično, ponovljivo in odzivno na spremembe, saj je register namenjen 
neprestanemu dopolnjevanju in prilagajanju stanju v organizaciji.  
 
V registru tveganj so določene tudi odgovornosti in pooblastila sodelujočih. Poleg skrbnika 
tveganja in izvajalca ukrepov pri obravnavi tveganja je v registru zabeležena tudi odgovorna 
oseba za spremljanje izvajanja ukrepov in njihove učinkovitosti. Register omogoča 
komuniciranje med različnimi nivoji sodelujočih v procesu: omogoča pretok informacij, 
posvetovanje pri odločanju, zagotavlja aktualne rezultate spremljanja procesa obvladovanja, 
itd. Register tveganj organizaciji poleg naštetih prednosti omogoča še zapisovanje procesa 
obvladovanja tveganj, ki je po standardu ISO 31000 pomemben del procesa obvladovanja 
tveganj [28], ter vpogled v pretekle zapise v registru, s čimer omogoča nenehno učenje 




6.3 Uporaba registra tveganj v procesu 
Register tveganj se s svojo vsestransko uporabnostjo enostavno vključi v proces obvladovanja 
tveganj in v upravljanje s sredstvi. V nadaljevanju bo predstavljeno, v katerih delih procesa 
obvladovanja tveganj se pojavlja register tveganj.  
 
Proces iz petega poglavje diplomske naloge je sestavljen iz postavljanja okvira, zajema 
tveganj, obravnave tveganj, spremljanja procesa obvladovanja tveganj in komunikacije (Slika 
7).  
Tabela 7: Podatki za register tveganj pri zajemu tveganj 
Identifi-
kacija 
Tveganje Poimenovanje tveganja 
Opis tveganja Opis vira tveganja in predvidenega obsega posledic 
Področja v SOPO 




Aktivnost ali dejavnost, kjer se tveganje lahko pojavi 
Neskladnost z okvirom za 
obvladovanje tveganj 
Ogrožanje strateških ciljev, neizpolnjevanje različnih 
predpisov in/ali zahtev deležnikov, itd. 
Analiza 
Verjetnost – razred  
1 – zelo majhna 
2 – majhna 
3 – srednja 
4 – velika 
5 – zelo velika 






Politika in ugled 
Pogodbe in predpisi 
Posledice – razred 
1 – zanemarljive 
2 – občutne 
3 – srednje velike 
4 – kritične 




Položaj v matriki glede na razred verjetnosti in posledic, 
npr. (3, 2) 
Sprejemljivost 
Rdeča – nesprejemljivo tveganje 
Oranžna – neželeno tveganje 
Rumena – pogojno sprejemljivo tveganje 




Pri zajemu tveganj je potrebno tveganja identificirati, analizirati in jih ovrednotiti. Tabela 7  
predstavlja vse podatke, ki naj jih SOPO pri zajemu vsakega posameznega tveganja vpiše v 
register tveganj.  
 
Ena ob pomembnejših funkcij registra tveganj je njegova sposobnost razvrščanja tveganj po 
različnih podatkih. Razvrstitev tveganj po aktivnostih, kjer se tveganja lahko pojavijo, 
omogoča organizaciji določanje najbolj tveganih dejavnosti, v katere se morda ni smiselno 
podajati. Razvrščanje po ravni tveganja ali razvrščanje po verjetnosti ali posledicah zagotavlja 
transparentno določanje sprejemljivosti tveganj in s tem prioriteto tveganj, ki potrebujejo 
prednostno obravnavo.  
 
Zajemu tveganj sledi njihova obravnava. Na podlagi določene sprejemljivosti tveganj in 
prioritet sledi določanje odziva na tveganja, pri čemer se upošteva možnost vplivanja 
organizacije na posamezna tveganja. V skladu z izbranim odzivom sledi nabor ukrepov za 
obvladovanje tveganj in njihovo izvajanje. Po zaključku izvajanja se preostala tveganja in 
njihove lastnosti popiše in zabeleži v register (Tabela 8). 
Tabela 8: Podatki za register tveganj pri obravnavi tveganj 
Obravnava 
Možnost vplivanja – 
stopnja  
1 – organizacija nima vpliva na tveganje 
2 – organizacija ima delen vpliv na tveganje 







Delitev tveganja  
Ohranjanje tveganja 
Priporočeno ukrepanje Ukrep, stroški ukrepa, predvideni rezultati 
Izvajanje ukrepov Kdaj ukrepamo; v kateri fazi izvajanja ukrepov smo 
Preostalo tveganje Kratek opis tveganja in njegove osnovne lastnosti  
 
V procesu obvladovanja tveganj je potrebno za dobro komunikacijo jasno določiti 
odgovornosti. Zato naj SOPO vsakemu tveganju posebej določi vsaj skrbnika tveganja in 
izvajalca izbranih ukrepov (Tabela 9) in jih zabeleži v register tveganj. Z razvrščanjem 
tveganj iz registra po skrbniku ali izvajalcu SOPO enostavno pridobi vsa tveganja, za katera je 
pristojen določen skrbnik, in vse ukrepe, za katere je odgovoren določen izvajalec.  
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Tabela 9: Podatki o odgovornostih za register tveganj 
Odgovornosti 
Skrbnik tveganja Odgovorna oseba za identifikacijo, zajem in obravnavo  
Izvajalec ukrepov Kdo izvaja izbrane ukrepe 
 
V fazi spremljanja procesa je potrebno določiti, na kakšen način se bo nadzor izvajal, v 
register tveganj pa poleg načina nadzora sodijo še izsledki spremljanja in nadzora procesa 
obvladovanja tveganj (Tabela 10). 
Tabela 10: Podatki o odgovornostih za register tveganj 
Spremljanje 
procesa 
Nadzor Kdaj in kako se izvaja nadzor procesa 
Nadzornik Kdo izvaja nadzor 
Rezultati Ugotovitve med izvajanjem ukrepov in po obravnavi tveganj 
 
Za boljšo preglednost procesa je koristno, da se ob vsakem vpisu v register zabeleži tudi ura 
vpisa ter oseba, ki je vpis izvedla. SOPO lahko v register doda še npr. stanje tveganj (se 
tveganje še pojavlja ali je že bilo obravnavano), učinkovitost posameznih ukrepov, možnosti 
komentarja izvajalcev, skrbnikov in/ali drugih deležnikov, itd. Če je skrbnik procesa celoten 
odbor ali oddelek za obvladovanje tveganj, je morda smiselno v registru za vsako področje 
določiti enega izmed članov odbora ali oddelka, ki bo odgovoren za nadzor skrbnikov tveganj. 
Če je potrebno, se lahko različnim ravnem v organizaciji določi različne stopnje vpogleda v 
podatke registra, saj določene nivoje običajno zanimajo različne informacije v procesu. 
 
V registru tveganj so torej zbrane vse pomembne informacije o procesu obvladovanja tveganj. 
Vodstvo lahko enostavno sledi izvajanju procesa, skrbniki tveganj imajo na enem mestu 
zbrana vsa tveganja, za katera so odgovorni, in možnost vpogleda v izvajanje ukrepov. Prav 
tako tudi izvajalci v registru najdejo vse svojo odgovornosti pri procesu obvladovanja tveganj. 
Register obenem služi kot baza podatkov, v katero se shranjujejo podatki, ki jih organizacija 
vedno znova uporablja pri oblikovanju okvira za obvladovanje tveganj in s tem omogoča 
nenehno izboljševanje procesa obvladovanja in same organizacije. Register, če bo natančno 
izpolnjen in redno posodobljen, tako bistveno pripomore k učinkovitemu obvladovanju 




6.4 Sestava registra tveganj 
Register tveganj nima nobene predpisane oblike ali sestave. Pomembno je, da register tveganj 
odgovarja na specifične potrebe podjetja, zato je njegova struktura prilagodljiva. Zaradi 
velikosti SOPO in potrebe po hranjenju podatkov o preteklih procesih, je ena izmed možnih 
oblik podatkovna baza, ki lahko zajame veliko število podatkov. Veliko količino podatkov 
obvladujemo s filtriranjem in razvrščanjem informacij, ki so bistvene posameznim nivojem in 
posameznim deležnikom. V nasprotnem primeru register tveganj hitro postane prenatrpan z 
nepotrebnimi in nebistvenimi informacijami, ki slabšajo preglednost in uporabnost registra.  
 
V spodnji tabeli (Tabela 11) je primer obrazca, ki ga SOPO lahko uporabi za vpisovanje 
identificiranih tveganj in njihovih lastnosti v register tveganj.  
Tabela 11: Komponente registra tveganj 
Identifikacija 
Tveganje Poimenovanje tveganja 
Opis tveganja Opis vira tveganja in predvidenega obsega posledic 
Področja v SOPO 




Aktivnost ali dejavnost, kjer se tveganje lahko pojavi 
Neskladnost z okvirom 
za obvladovanje tveganj 
Ogrožanje strateških ciljev, neizpolnjevanje različnih 
predpisov in/ali zahtev deležnikov, itd. 
Analiza 
Verjetnost – razred  1 – 5  
Posledice – kategorije 
Ekonomika, Kvaliteta dobave, Ranljivost omrežja, 
Varnost, Okolje, Politika in ugled, Pogodbe in predpisi 
Posledice – razred 1 – 5  
Ovredno-
tenje 
Raven tveganja Položaj v matriki, npr. (3, 2) 
Sprejemljivost Rdeča, Oranžna,  Rumena, Zelena  
Obravnava 
Možnost vplivanja – 
stopnja  
1 – 3  
Način odziva 
Izogibanje, Sprejemanje, Odstranjevanje, 
Spreminjanje verjetnosti, Spreminjanje posledic, 
Delitev tveganja, Ohranjanje tveganja 
Priporočeno ukrepanje Ukrep, stroški ukrepa, predvideni rezultati 
Izvajanje ukrepov Kdaj ukrepamo; v kateri fazi izvajanja ukrepov smo 
Preostalo tveganje Kratek opis tveganja in njegove osnovne lastnosti  
Odgovornosti 
Skrbnik tveganja 
Odgovorna oseba za identifikacijo, zajem in 
obravnavo  
Izvajalec ukrepov Kdo izvaja izbrane ukrepe 
Spremljanje 
procesa 
Nadzor Kdaj in kako se izvaja nadzor procesa 
Nadzornik Kdo izvaja nadzor 




Register tveganj je baza vseh podatkov o vseh tveganjih, ki jih SOPO vnese v sistem (Tabela 
12).  















Tveganje      
Opis tveganja      
Področja v SOPO      
Lokacija pojavitve       
Neskladnost z okvirom       
Analiza 
Verjetnost – razred       
Posledice – kategorije      
Posledice – razred      
Ovredno-
tenje 
Raven tveganja      
Sprejemljivost      
Obrav-
nava 
Možnost vplivanja       
Način odziva      
Priporočeno ukrepanje      
Izvajanje ukrepov      
Preostalo tveganje      
Odgo-
vornosti 
Skrbnik tveganja      




Nadzor      
Nadzornik      
Rezultati      
 
Register tveganj naj bo zasnovan tako, da je možno zabeležene vnose dopolnjevati in 
posodabljati. Ob vsakem posegu v informacije o posameznem tveganju naj se avtomatsko 
zabeleži ura posega in njegov avtor. Beleženje vseh sprememb lastnosti tveganja bo 
organizaciji koristilo pri pripravi novega okvira za obvladovanje tveganj in izboljševanju 
procesa obvladovanja tveganj. 
 
6.5 Prikaz priprave registra tveganj 
V različni literaturi so omenjeni različni načini priprave registra tveganj. Obstaja veliko 
možnosti za opisovanje tveganj in njihovih lastnosti ter za njihov vnos v register tveganj. 
Tveganje se lahko npr. po britanskem standardu za obvladovanje tveganj [27] opisuje s 





Slika 11: Tabela za opis tveganj in njegovih lastnosti (vir: [27]) 
 
Podobna tabela (Slika 12) za opis tveganja  je priporočena tudi v literaturi, ki opisuje 
strukturiran pristop k obvladovanju tveganj v organizaciji po priporočilih standarda ISO 
31000 [25]. 
 
Slika 12: Tabela za podroben opis tveganja (vir: [25]) 
Primer orodja za komuniciranje tveganj v organizaciji predstavi tudi COSO v svojih 
smernicah za uvajanje obvladovanja tveganj v organizacijo. Spodnja tabela (Slika 13) poleg 
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glavnih tveganj določa skrbnike tveganj, merila tveganj oz. želeno stanje na posameznih 
področjih, način spremljanja tveganj in načrt predvidenih ukrepov, določen pa je tudi nadzor 
izvajanja ukrepov. Tabela je namenjena komunikaciji na najvišji ravni v organizaciji [31]. 
 
 
Slika 13: Tabela za komuniciranje tveganj na najvišji ravni organizacije (vir: [31]) 
 
 
Slika 14: Elektronski obrazec za vnos tveganj in njihovih lastnosti v register (vir: [17]) 
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CIGRE v svojem dokumentu [17] o upravljanju s sredstvi v prenosnem elektroenergetskem 
omrežju prikaže obrazec za vnos podatkov o identificiranih tveganjih v register tveganj (Slika 
14).   
 
Enega izmed načinov za beleženje tveganj lahko predstavlja tudi obrazec, ki ga je v svoji 
raziskavi med evropskimi SODO uporabil SINTEF [36] in ga prikazuje Slika 15.  
 
 
Slika 15: Obrazec za opis tveganj in njihovih lastnosti (vir: [36]) 
 
Možnosti za beleženje in vnašanje tveganj in njihovih lastnosti v register tveganj so praktično 
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7 Primer uporabe registra tveganj 
 
V ELES-ovem dokumentu Strategija razvoja elektroenergetskega sistema Republike 
Slovenije – Načrt razvoja prenosnega omrežja Republike Slovenije od leta 2015 do leta 2024 
[37] je ena izmed prioritetnih nalog slovenskega SOPO v naslednjih letih izgradnja 400 
kilovoltnega daljnovoda (DV) med Slovenijo in Madžarsko (DV 2 x 400 kV Cirkovce – 
Pince). V tem poglavju bo predstavljena uporaba enostavnega registra tveganj pri procesu 
izgradnje tega daljnovoda. Pomembno je, da se kot posledice tveganj, ki se upoštevajo pri 
pripravi registra, predvidijo predvsem zakasnitve pri izvedbi posameznih faz izgradnje DV.   
 
Tveganja bodo določena s pomočjo zgornjega dokumenta o načrtu razvoja slovenskega 
prenosnega omrežja v naslednjih letih [37] in s pomočjo ELES-ove spletne strani s pogostimi 
vprašanji o umeščanju in graditvi daljnovodov [38]. Pri določanju verjetnosti, posledic in 
sprejemljivosti tveganj gre za avtorjeve ocene teh vrednosti. Vsa imena v nadaljevanju so 
izmišljena.  
 
Proces umeščanja in graditve daljnovoda je v grobem sestavljen iz priprave državnega 
prostorskega načrta (DPN) in pridobivanja različnih dovoljenj, sledi dobava opreme in 
izvedba gradbenih in montažnih del ter pridobitev uporabnega dovoljenja. Tveganja, na 
katerih bo prikazana uporaba registra tveganj, so naslednja: 
 
1. Težave z umeščanjem daljnovoda v prostor: DPN ni sprejet zaradi slabo pripravljene 
dokumentacije, neupoštevanja zakonodaje, zaradi prepozno vložene pobude za 
spremembo DPN, neustreznih strokovnih podlag, nepopolnega okoljskega poročila, 
itd. 
2. Dolgotrajno pridobivanje potrebnih dovoljenj: zapleti pri sklepanju služnostnih 
pogodb, pri pridobivanju potrebnih soglasij, težave pri izdaji gradbenega dovoljenja. 
3. Neuspešen javni razpis za dobavitelje opreme in izvajalce del. 
4. Zamude pri izvedbi gradbenih in montažnih del zaradi nelikvidnih dobaviteljev in 
izvajalcev, neizpolnjevanja pogodbenih obveznosti, itd. 
5. Prilagajanje poteka procesa gradnje zaradi pogosto spreminjajoče se zakonodaje. 
6. Uporabno dovoljenje ni pridobljeno, ker daljnovod ne prestane tehničnega pregleda. 
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Tabela 13: Primer registra tveganj pri procesu gradnje DV 2 x 400 kV Cirkovce – Pince 
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Tabela 13  prikazuje primer registra tveganj pri procesu gradnje daljnovoda 2 x 400 kV 
Cirkovce – Pince. V registru se nahaja šest tveganj z njihovimi parametri in skrbniki tveganj, 
register vsebuje ukrepe za obvladovanje tveganj in njihove izvajalce, določa pa tudi nadzor 
tveganj in za nadzor odgovorno osebo. V registru so vpisani podatki pred pričetkom izvajanja 
ukrepov, torej tudi pred pričetkom nadzora tveganj. To je razlog, da register ne vsebuje 
podatkov o preostalih tveganjih, ker ta ostanejo po izvajanju ukrepov. Prav tako v registru 
niso zabeleženi izsledki nadzora tveganj in ukrepov.  
 
Prvo tveganje je na primer poimenovano kot Umeščanje objekta v prostor, pri čemer lahko 
zaradi slabe dokumentacije pride do nesprejetja DPN, kar pomeni, da projekt zastane za 
nedoločen čas. Gradnja daljnovoda spada na področji Načrtovanj in Investicij v SOPO. 
Lokacija, kjer se tveganje pojavi, je v tem primeru gradnja omenjenega daljnovoda. Ker 
projekt zaradi nezmožnosti pričetka gradnje strateško pomembnega daljnovoda zastane, 
obstaja možnost pogodbenih kazni, če projekt ne bo pravočasno zaključen.  
 
Posledice takšnega razpleta bi bile ekonomske (dodatni stroški), vplivale bi na kvaliteto 
dobave in ranljivost omrežja (neizkoriščena možnost izboljšanja kvalitete dobavljene 
električne energije in zanesljivosti njene dobave). Posledično bi se zmanjšal ugled SOPO, 
nedokončanje daljnovoda pa bi vplivalo tudi na obstoječe pogodbe SOPO.  
 
Zaradi obsežnosti posledic je ocenjeni razred posledic tveganja 4 – kritične posledice. Ker 
ima SOPO dolgoletne izkušnje s pobudami za spremembo DPN, je razred verjetnosti tveganja 
2 – majhna verjetnost. Iz tega sledi, da je raven tveganja (2,4). Takšno tveganje spada v rdeče 
polje sprejemljivosti in je zato nesprejemljivo (Slika 10).  
 
Stopnja možnosti vplivanja SOPO na tveganje je 3 – velik vpliv na tveganje. Smiseln odziv na 
tveganje je odstranjevanje elementov, ki povzročajo tveganje, saj na primer spreminjanje 
posledic tveganja ni možno. Če bi bilo tveganje (pogojno) sprejemljivo, v tem primeru bi bil 
odziv na tveganje na primer sprejemanje tveganja. 
 
SOPO lahko tveganje obvladuje tako, da projekt temeljito načrtuje ter pri tem upošteva 
obstoječo zakonodajo. Pripraviti mora ustrezne strokovne podlage in temeljito okoljsko 
poročilo. Pomembno je tudi, da je pobuda za spremembo DPN pravočasno vložena. Ukrepi za 
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obvladovanje tveganja se pričnejo izvajati takoj. O preostalem tveganju se še ne more 
govoriti, zato na tem mestu v tabeli ostaja prazen prostor.  
 
V nadaljevanju registra sta zabeležena skrbnik tveganja in izvajalec ukrepov. Sledi še 
določitev načina izvajanja nadzora in nadzornik, ki je zadolžen za spremljanje procesa. 
Rezultatov nadzora še ni, zato je v zadnji vrstici prostor za beleženje izsledkov nadzora.  
 
Na podoben način so izpolnjeni stolci pri ostalih tveganjih. Pri petem tveganju Sprememba 
obstoječe zakonodaje je možnost vplivanja na tveganje ocenjena s prvo stopnjo (brez vpliva 
na tveganje). Tveganje je sicer neželeno, kljub temu je izbran odziv nanj sprejemanje 
tveganja. To pomeni, da za obvladovanje tveganja ni določen noben ukrep. Ker SOPO ne 
ukrepa, pričetek izvajanja ukrepov ne obstaja, prav tako tudi ne stanje izvajanja. Izvajalca 
ukrepov ni. 
 
Z uporabo ustreznih filtrov lahko SOPO enostavno razvrsti tveganja po različnih parametrih. 
Tveganja se lahko razvrstijo po sprejemljivosti za lažje določanje prioritetnih tveganj, ki prva 
potrebujejo obravnavo. Razvrščanje tveganj po lokaciji pojavljanja tveganja SOPO prikaže 
vsa tveganja, ki nastopijo pri posameznih aktivnostih in procesih pri njenem poslovanju. 
Filtriranje tveganj glede na možnost vplivanja nanje pomaga izločiti tveganja, na katere 
SOPO nima vpliva. Razvrščanje po skrbniku tveganja, izvajalcu ukrepov ali nadzorniku 







V današnjih časih je sistemskim operaterjem prenosnega elektroenergetskega omrežja težje 
zagotavljati željeno zanesljivost sistema. Sredstva za načrtovanje, investicije in vzdrževanje, 
oprema se hitro stara, poraba električne energije še vedno narašča. SOPO mora biti pri svojem 
poslovanju čim bolj učinkovit, saj upravlja z javnim denarjem in mora zagotavljati visoko 
zanesljivost dobave ob čim manjših stroških za odjemalca. Z upravljanjem s sredstvi lahko 
SOPO poskrbi za večjo izkoriščenost njegovih sredstev, kar pomeni več razpoložljivih 
sredstev za zagotavljanje večje zanesljivosti elektroenergetskega sistema. 
 
V diplomski nalogi je predstavljena uporaba registra tveganj, ki močno pripomore k 
uspešnemu procesu obvladovanja tveganj in s tem k bolj učinkovitemu upravljanju s sredstvi. 
Z uporabo registra tveganj lahko SOPO določi prioritetne aktivnosti, ki se jim je potrebno 
posvetiti, poleg tega pa deluje tudi kot komunikacijski pripomoček, saj deluje kot baza 
podatkov in omogoča dostop do vseh relevantnih podatkov o procesu obvladovanja tveganj na 
enem mestu.  
 
Nekaj težav se pojavi pri procesu obvladovanja tveganj. Razdelitev verjetnosti in posledic v 
razrede ni najbolj ugodna. Bolj smiselna bi bila kvalitativna ocena verjetnosti in posledic 
tveganja. Če bi lahko posledice popolnoma različnih tveganj z različnih področij kvantitativno 
primerjali med seboj, bi bila razvrstitev tveganj po njihovih posledicah bolj natančna.  
 
Za nadgradnjo registra lahko razmišljamo o tem, kako bi lahko register avtomatsko določil 
sprejemljivost tveganj glede na znane kvalitativne ocene verjetnosti in posledic tveganj. 
Možna je tudi razširitev registra tveganj s širokim naborom ukrepov z njihovimi 
učinkovitostmi. Če poznamo stroške posameznih ukrepov in ovrednotimo vpliv določenih 
ukrepov na obvladovanje tveganja, lahko register samodejno izpostavi najučinkovitejše 
ukrepe pri posameznih tveganjih. S takšno nadgradnjo bi register na podlagi vnesenih 
podatkov sestavil seznam prioritetnih tveganj z najučinkovitejšimi ukrepi.  
 
Register tveganj je živ dokument, ki je zasnovan za specifične potrebe njegovega uporabnika. 
Z njegovo uporabo lahko SOPO bolj uspešno obvladuje tveganja in bolj učinkovito uporablja 
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