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概 要 
近年，スマートフォンやパソコンといったデバイスが普及し，デバイスの使用時や，Web
サービスを利用するときなど，個人認証を行う場面が増加しており，セキュリティやプライ
バシーを確保するために，個人認証の安全性を高めることが求められている．ID・パスワー
ドや ICカードなどを用いる認証は，現在広く普及しているが，盗み見みや，認証のキーと
なる物品の紛失・盗難などの危険性がある．一方，生体認証はこれらのリスクが低いが，指
紋や虹彩などの身体的特徴は生涯にわたって不変であり，筆跡や歩容などの行動的特徴も，
その癖を意識的に変更することは困難であり，認証に用いる特徴の情報が漏洩した場合の
リスクが大きいという欠点を抱えている．これらの問題点を解決する個人認証方式として，
視線による図形描画時の軌跡の特徴を用いた認証方式が研究されている．視線の動きは盗
み見などによる外部からの観察が困難であり，描画する図形の変更が容易なため，他の行動
的特徴を用いる場合より動きを意識的に変えることが容易である．しかし既存の研究では，
個人認証システムとして十分な精度には至っていない．そこで本稿では，視線による描画軌
跡を用いた個人認証方式において，視線による図形の描画時間が長いほど個人の特徴を抽
出しやすいと考え，より複雑な図形を描画する際の視線軌跡を用いたときの認証精度への
影響を調査する．実験は 4 人の被験者に対して 5 種類の図形の視線による描画軌跡データ
を取得し，(1)被験者全員を学習した多クラス分類精度と，(2)被験者を本人と他人の 2クラ
スに分けて学習し，学習に用いない未知のユーザに対する分類精度の二つを行った．(1)に
おける F1-score は最大 0.97 であり，(2)においては描画軌跡データの後半のみを用いたと
きに分類精度が最大になり，評価指標である AUCは 0.91であった． 
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第1章 はじめに 
近年，スマートフォンやタブレット，パソコンといったデバイスが普及し，デバイスの使
用時や，Web サービスやアプリケーションを利用するときなど，個人認証を行う場面が増
加しており，個人認証の安全性を高めることが求められている． 
広く普及している個人認証方式として，暗証番号やパスワードを用いる知識認証や，IC
カードなどを利用する所有物認証，指紋や虹彩などを用いた生体認証などが挙げられる．し
かし，知識認証においては，公共スペースで認証情報を入力する際に，入力の様子を盗み見
され認証情報が漏洩するといったリスクが存在する．また，所有物認証においては，認証の
キーとなる所有物の紛失や盗難などの危険性がある． 
こういった盗み見や紛失などのリスクの少ない認証方式として，生体認証に関する研究
が盛んに行われており，実用化も進んでいる．生体認証は，指紋や虹彩などの身体的特徴を
用いるものと，筆跡や歩容などの行動的特徴を用いるものに分けられるが，どちらの方式に
おいても，認証情報をユーザが記憶しておく必要が無く，認証のキーとなる物品の管理など
も不要である． 
指紋や虹彩といった特徴は一卵性双生児であってもパターンが異なり，そのパターンが
変わることも無いため識別性が高い．しかし，これらの特徴を用いた認証は，認証情報とし
て使用する指紋や虹彩のパターンを変更するときに，指の数・目の数に制限されるため，高
画質な写真から指紋や虹彩のパターンを複製される[1][2]などして，認証情報が漏洩した際
のリスクが大きい．また，筆跡や歩容といったユーザの行動の癖を用いる認証方式では，そ
の行動を外部から観察することが容易であり，認証情報の秘匿性は高くない．また，意図的
に自分の行動の癖を変更することは困難であるため，身体的特徴を用いる認証と同様に，認
証情報の漏洩時のリスクが大きい． 
これらの問題点を解決する認証方式として，向井ら[3]や藤本ら[4]によって，視線による
図形描画時の特徴を用いた個人認証方式が提案されている．この方式では，視線での図形描
画時に画面上に視点や描画軌跡を表示しないため，認証に用いる行動を外部から観察する
ことが困難であり，認証に用いる図形の変更が容易なため，他の生体認証方式よりも認証情
報を変更するときの制限が少ないという利点がある．しかし，向井らの実験では，被験者の
顔の位置を固定した状態で図形の描画をしており，実際に認証システムを利用する状況を
考えると現実的ではない．また，藤本らの研究では向井らとは異なる特徴量を用いて個人認
証の精度を検証しているが，十分な精度には至っていない． 
そこで本稿では，視線による描画軌跡を用いた個人認証方式において，視線による図形の
描画時間が長いほど個人の特徴を抽出しやすいと考え，より複雑な図形を描画する際の視
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線軌跡を用いたときの認証精度への影響を調査する．実験では外部からの観察を困難にす
るため，視点や描く図形，視線描画軌跡がディスプレイ上に表示されない状態で視線による
描画を行い，視線計測装置を用いてその視線描画軌跡を取得する．得られた視線描画軌跡か
ら特徴量を抽出し，SVMによる個人分類を行い，視線描画軌跡の複雑さの個人認証精度へ
の影響を評価する． 
以降，2章で視線描画軌跡を用いた認証に関する先行研究について述べ，3章で提案する
視線描画軌跡を用いた認証手法を説明する．4章で今回行う実験内容・結果を示し，評価・
考察を行い，5章で本稿のまとめを述べる． 
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第2章 視線描画軌跡による認証に関する研究 
本章では，視線描画軌跡を用いた個人認証システムに関する関連研究について述べる． 
2.1   向井らの研究[3] 
向井らは視線で描いた軌跡を用いた個人認証手法において，視線描画軌跡から取得すべ
き特徴量を調査した[3]．10人の被験者に対して，被験者全員が同じ図形を描画する場合に
おいて，ディスプレイの背景画像の有無による分類精度への影響と，分類精度に寄与する特
徴量の調査を行った。また，10 名のうちの 7 名に対して，それぞれが異なる図形を描画し
たときの分類精度の調査を行った． 
特徴量はアイトラッカーで取得した視点座標を時系列データとして 30区間に分割し，区
間ごとに平均座標(x，y)，視点の移動方向を示すベクトル(x成分，y成分)，平均速度の合計
5 次元の特徴量を抽出し，30 区間分を合計して 150 次元の特徴量を作成する．これに加え
て，描いた軌跡の高さと幅，軌跡の描画開始から終了までの時間，アイトラッカーが取得し
た視点座標の 2点間の距離の平均と標準偏差を特徴量として用いて，1つの視線描画データ
に対して合計 155次元の特徴量を抽出する．分類は SVMを用い，5分割交差検証により分
類精度の評価を行った． 
背景画像の有無による分類精度の調査は，〇記号とアルファベットの B を描画した時の
視線軌跡データを用いて行い，どちらの記号でも背景画像を表示したときの方が，分類精度
が高くなっている． 
分類精度に寄与する特徴量の調査では，〇記号とアルファベットの B を描画した時の視
線軌跡データを用いて，155次元の特徴量を座標 60次元，各区間の視点移動方向 60次元，
各区間の視点移動速度 30次元，軌跡サイズ 2次元，描画時間 1次元，視線速度分布 2次元
の 6 つに分け，使用する特徴量の組み合わせが分類精度に与える影響を調べた．検証した
特徴量の組み合わせと分類精度を表 1に示す．〇記号では，座標，視点移動方向，視点移動
速度，軌跡サイズの 152次元を用いた場合に分類精度が 97.8%で最大になり，文字 Bでは，
座標，軌跡サイズ，描画時間，視線速度分布の 65次元の特徴量を用いた場合に分類精度が
99.2%で最大となっている． 
被験者ごとに異なる図形を描いた場合の分類精度の調査では，7人の被験者がそれぞれ〇，
A，B，C，D，E，Fの形を描画したときのデータを用いて分類し，分類精度は 99.7%とな
った． 
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表 1 特徴量の組み合わせによる分類精度の違い 
[3]の表 5より引用 
特徴量 座標 移動方
向 
速さ 軌跡サ
イズ 
描画時
間 
視線速
度分布 
分類精度 
次元数 60 60 30 2 1 2 〇記号 文字 B 
60 ✓      97.6 98.2 
60  ✓     67.6 62.2 
30   ✓    79.8 79.6 
150 ✓ ✓ ✓    97.0 98.2 
62 ✓   ✓   97.0 98.6 
61 ✓    ✓  97.4 98.4 
62 ✓     ✓ 97.6 99.0 
65 ✓   ✓ ✓ ✓ 97.6 99.2 
152 ✓ ✓ ✓ ✓   97.8 98.4 
151 ✓ ✓ ✓  ✓  97.4 98.4 
152 ✓ ✓ ✓   ✓ 97.4 98.6 
155 ✓ ✓ ✓ ✓ ✓ ✓ 97.6 98.6 
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2.2   藤本らの研究[4] 
人間が何かを見るときの目の動きは一定ではなく，どこか一点を見る動作と，別の一点へ
視点を動かすという動作に分類できる[5]．注視(Fixation)とは視点がある範囲内に一定時間
留まっている状態であり，サッケード(Saccade)は注視点間の移動するときの素早い視点の
移動である． 
藤本らは視線で描いた軌跡を用いた，描画軌跡の形状認識と描画特徴を組み合わせた個
人認証手法を提案している．提案手法の描画特徴を用いた個人認証において，視線軌跡デー
タから注視とサッケードに関する特徴量を抽出し，Random Forest による個人分類精度と
各特徴量の重要度の検証，および One Class SVMと Isolation Forestによる異常検知の個
人分類精度を検証している． 
実験では，1種類の図形を用いて被験者 5名の視線描画軌跡から，注視とサッケードの特
徴を抽出し，Random Forestによる 10分割交差検証を行ったときの F-measureが 0.91と
なった．また以下の表 2に示すように，このときの特徴量の重要度上位 10個のうち 6つが
サッケードに関する特徴量であり，サッケードの特徴が分類精度への寄与度が高いことを
示した．異常検知アルゴリズムによる分類精度の評価は以下の表 3 に示す．表 3 より，異
常検知アルゴリズムによる分類においては，One Class SVMよりも Isolation Forestが有
効であることを示している． 
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表 2 各特徴量の変数重要度 
[4]の表 4の一部を引用 
特徴量 変数重要度 
X座標の標準偏差 1.99 
X座標の分散 1.69 
X方向のサッケードの最小速度 1.48 
X方向のサッケードの平均速度 0.62 
描画時間 0.61 
X方向のサッケードの最大速度 0.55 
Y方向のサッケードの平均速度 0.45 
Y方向のサッケードの最小速度 0.44 
Y座標の分散 0.36 
Yほうこうの サッケードの最大速度 0.35 
 
 
表 3 分類器ごとの分類精度の評価 
[4]の図 7，表 5より作成 
アルゴリズム F-measure FAR FRR 
One Class SVM 0.23 0.00 0.87 
Isolation Forest 0.74 0.08 0.27 
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2.3   まとめ 
2.1 で挙げた向井らの研究[3]では，分類精度として 7 名の被験者に対して 99%を達成し
ている．しかし，頭部を固定しての実験となっているため，描く図形の大きさが毎回一定の
大きさとなることが予想される．しかし，頭部を固定することは現実的ではない．この場合，
頭部と図形を描くディスプレイ等までの距離は毎回変わるため，図形の大きさを特徴量と
して用いることができるかどうかは不明である．さらに SVMで学習する際に 7名から 1名
を選ぶが，他の 6名の特徴量を学習器は持っている設定となっている．しかし実際には，第
三者のデータを学習しておくことはできない．つまり，実験条件が不十分である． 
また，2.2で挙げた藤本らの研究[4]では，特徴量としてサッケードを使うことを提案して
いるものの，最終的に得られた分類精度は，[3]に劣っている．また，サッケードの特徴量の
寄与度も低いため，サッケードが特徴量として貢献したかどうかは未知数である．さらに，
サッケードは，図形によらない個人の特徴を表す可能性があり，サッケードの分類への寄与
度が高くなればなるほど，逆にサッケードの特徴量が流出した際の対策が困難となるとい
う問題を持つ．以上からサッケードは特徴量して用いない方がよいと考えられる． 
 
 
 
8 
 
第3章 提案手法 
3.1   目的 
本研究では，より現実的な利用を想定し（１）頭部を固定しない，（２）本人と他人を区
別する際に他人のデータを学習していないことを前提とする．さらに，図形の複雑さが複雑
なほど個人の視線による描画を判定する上でより詳細な特徴量を取得でき，精度向上に寄
与するのではないかと考え，より複雑な図形を描画した時の視線軌跡から特徴量を抽出し，
複雑な図形が認証制度に与える影響を調査する． 
 
3.2   概要 
本研究では以下の図 1に示すような，文字や記号を視線で描画し，その描画軌跡から抽
出した特徴量をもとに個人認証を行うシステムを前提として，より複雑な視線描画軌跡を
用いた場合の認証精度への影響を調査する． 
ユーザの視線データは，以下の図 2に示すトビー・テクノロジー社のモバイルアイトラ
ッカーTobii Pro Nano1を描画領域として設定したディスプレイの下部に租取り付け，秒間
60 フレームで両目の視点座標を記録する．分類は SVM を用いて行い，分類精度に関する
検証は，全てのユーザのデータを学習に用いた多クラス分類精度と，ユーザを本人と他人の
2クラスに分けて学習し，学習に用いない未知のユーザに対する分類精度の二つを行う． 
 
 
 
 
1 https://www.tobiipro.com/product-listing/nano/ 
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図 1 視線描画軌跡による個人認証システム 
 
 
 
 
図 2 Tobii Pro Nano 
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3.3   抽出する特徴量 
本実験で抽出する特徴量は，向井らの研究[4]で用いた特徴量 155 次元に加えて，7 次元
の特徴量を追加する．向井らの研究では，視線計測装置から得られる座標データを時系列に
30分割し，その分割範囲ごとの平均座標(x，y)と視線の移動方向を示すベクトル(x，y)，お
よび平均速度を計算して 150次元とし，描いた軌跡のサイズ 2次元，描画時間 1次元，2視
点間の距離の平均と標準偏差を合わせて 155 次元の特徴量を用いた．本研究では，これに
加えて，視点の移動速度の最大値と最小値，分割範囲ごとの平均座標の最大値と最小値(x，
y)，視点の合計で 165次元の特徴量の抽出も行う． 
視線計測装置から取得する視点の座標は，装置を取り付けたディスプレイの左上の隅が
(0，0)，右下隅が(1，1)となる絶対座標であり，この範囲から逸脱した場合や瞬きなどで両
目とも視点座標が取得できなかった場合は，特徴量抽出の前にそのフレームをデータから
取り除いた． 
 
3.4   SVMによる個人識別 
本実験では，視線描画軌跡から抽出した特徴量を用いて，SVM(Support Vector Machine)
による個人分類を行う．SVMの実装には Pythonの機械学習ライブラリである scikit-learn
を用いた．特徴量は学習データの各次元の平均が 0，分散が 1となるようにスケーリングを
行い，テストデータに対しても学習データをスケーリングした時と同じパラメータを用い
てスケーリングを行う．抽出した特徴量に対して，PCA などによる次元圧縮は行わない．
SVM のカーネルには RBF を使用し，グリッドサーチによるパラメータ(C, γ)のチューニ
ングをする． 
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第4章 評価実験 
4.1   実験内容 
提案手法の評価を行うため，4名2の被験者に対して視線描画軌跡による分類実験を行う．
ディスプレイの下部に視線計測装置を取り付け，ディスプレイの正面に座った被験者に視
線で図形を描画させ，その軌跡情報を視点の座標群として取得する．描く軌跡は表 4 に示
す 5種類であり，それぞれの図形を表 4に示した上から順に 30回ずつ描画する．描画する
図形の大きさや描画スピード，描画開始・終了時の視点の位置など，描画の仕方に関しての
指定は行わない．被験者には，1回の図形描画の開始時と終了時にキーボードのエンターキ
ーを押すように指示し，その入力を視線データ取得の開始と終了のトリガーとした．キーボ
ードの入力時に視点がキーボードを向いてしまうと，描画の開始直後と終了直前の視線が
安定しないため，被験者にはキーボードを見ずにエンターキーを入力するように指示した．
視線による図形の描画が不慣れな動作であることを考え，1回の図形描画の終了から次の図
形描画開始までの時間は指定せず，適宜休憩を取りながら実験を行う．本実験における実験
環境を以下の表 5にまとめて示す． 
分類精度に関する検証は，(1) 被験者全員のデータを学習し多クラス分類を行う場合と，
(2) 被験者を 1人の本人と 3人の他人として 2クラスに分け，3人の他人の内 1人を学習に
用いない未知のユーザとし，本人 1 人と他人 2 人のデータで学習を行い，本人と未知のユ
ーザを分類する場合の 2種類を行う．(1)(2)共に SVMによる 5分割交差検証を行い，(2)で
はそれに加え，ROC曲線(Receiver Operating Characteristic Curve)を用いた AUC(Area 
Under Curve)による分類精度の評価を行う． 
 
 
 
 
 
 
 
2 COVID-19感染拡大に伴い十分な数の被験者に対して分類実験を行うことができず 4名
の被験者となった． 
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表 4 描画図形 
# of Strokes Figure 
1 〇 
2 B 
3 与 
4 切 
5 他 
 
表 5 実験環境 
項目 仕様 
視線計測装置 Tobii Pro Nano 
OS Windows 10 Education 64bit 
CPU Intel Core i5 2C4T 2.5GHz 
言語 Python 3.6.8 
ライブラリ Scikit-learn 0.23.0 
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4.2   評価実験(1) 多クラス分類精度の検証 
4.2.1 結果 
表 4に示した各図形と使用した特徴量ごとの分類精度を表 6に示す．分類精度の指標で
ある F1-score が，155 次元の特徴量を用いたときで 0.94～0.97(平均 0.95)，165 次元の特
徴量を用いたときで 0.95～0.97(平均 0.96)であった． 
 
表 6 多クラス分類結果 
特徴量 Figure Accuracy Precision Recall F1-score 
 〇 0.94 0.94 0.94 0.94 
 B 0.97 0.97 0.97 0.97 
155 与 0.93 0.94 0.93 0.93 
次元 切 0.97 0.97 0.97 0.97 
 他 0.96 0.96 0.96 0.96 
 (平均) 0.95 0.96 0.95 0.95 
 〇 0.97 0.97 0.97 0.97 
 B 0.97 0.98 0.98 0.97 
165 与 0.97 0.98 0.98 0.97 
次元 切 0.96 0.96 0.96 0.96 
 他 0.95 0.95 0.95 0.95 
 (平均) 0.96 0.97 0.97 0.96 
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4.2.2 考察 
向井らの先行研究[3]において，すべてのユーザが同じ記号を描画した時の分類精度
(Accuracy)は，〇記号で 97.6%，文字 B で 98.6%であった．本研究では被験者の頭を固定
せずに実験を行い、同じ特徴量を用いたときの分類精度は〇記号で 94%，文字 Bで 97%で
あり，頭を固定しない状態での視線による描画軌跡を用いる場合でも，高い精度で個人分類
を行うことが可能であると考えられる．また，より複雑な図形を用いた場合の分類精度は，
〇記号や文字 B を用いた場合と大きく変わらないため，図形の複雑さが分類精度に与える
影響は小さいと考えられる． 
10 個の特徴量を追加し，165 次元の特徴量を用いた場合の分類精度は，〇記号や漢字の
「与」を用いた場合では 3～4％の向上が見られるが，他の図形においては同じかわずかに
低いという結果であり，最大の分類精度にも変化がないため追加した特徴量の分類精度へ
の寄与は小さいと考えられる． 
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4.3   評価実験(2) 未知のデータの分類精度の検証 
4.3.1 結果 
表 4の各図形における分類精度と AUCを表 7に，分類結果から得られる ROC 曲線を特
徴量の次元数ごとに図 3，4 にそれぞれ示す．2 値分類における分類精度の評価指標である
AUC の値は，特徴量 155 次元のとき 0.77～0.86(平均 0.82)，特徴量 165 次元のとき 0.78
～0.90(平均 0.83)であった．また，用いた特徴量の次元数に依らず，〇記号を描画したとき
の分類精度が最も高く，漢字「他」を描画したときが最も低い．分類精度の高かった〇記号
について，特徴量次元数ごとの ROC曲線を図 5に示す． 
表 7 未知データに対する分類結果 
特徴量 Figure Accuracy Precision Recall F1-score AUC 
 〇 0.81 0.84 0.81 0.81 
 
0.86 
 B 0.80 0.84 0.80 0.80 0.82 
155 与 0.81 0.84 0.81 0.81 0.83 
次元 切 0.81 0.84 0.81 0.80 0.83 
 他 0.80 0.84 0.80 0.80 0.77 
 (平均) 0.81 0.84 0.81 0.80 0.82 
 〇 0.83 0.85 0.83 0.83 0.90 
  B 0.80 0.84 0.80 0.80 0.83 
165 与 0.82 0.85 0.82 0.81 0.84 
次元 切 0.79 0.83 0.79 0.78 0.82 
 他 0.81 0.84 0.81 0.80 0.78 
 (平均) 0.81 0.84 0.81 0.80 0.83 
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図 3 ROC曲線 (特徴量 155次元) 
 
図 4 ROC曲線 (特徴量 165次元) 
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図 5 〇記号を用いたときの特徴量次元数毎の ROC曲線 
 
 
4.3.2 考察 
表 7より，未知ユーザに対する分類では〇記号を用いた場合でAUCが最大 0.90であり，
どの図形を用いた場合でも Precision が Recall よりも大きいことから，未知のユーザを間
違えて本人として分類するよりも，正しく他人であると分類できる回数の方が多く，視線に
よる描画軌跡を用いた分類は未知のユーザに対しても有効な可能性がある． 
また，特徴量を追加した場合，○記号を用いたときの分類精度の向上と比較して，ほかの
図形を用いた時の分類精度の変化が小さいことから，未知のユーザの分類においては，複雑
な図形を用いることよりも抽出する特徴量を工夫することが重要であると考えられる． 
実験で用いた図形の中で，〇記号を用いた場合で分類精度が最大である理由として，複雑
な図形の描画において視線軌跡が安定してない可能性が考えられる．また，実験における 30
回の描画中に，視線による描画に慣れてくることで，同じ被験者が同じ図形を描いていても
異なる特徴をもつ軌跡となっていることも考えられる．これを踏まえて，4.3.3 節にて図形
描画への慣れが分類精度へ与える影響を検証する． 
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4.3.3 評価実験(2.1) 慣れによる分類精度への影響の検証 
評価実験(2)と同様に，4人のユーザを本人(1人)，既知の他人(2 人)，未知の他人(1人)に
分け，本人と既知の他人の 3 人のデータから 165 次元の特徴量を抽出し学習を行い，本人
と未知の他人の分類を行う．実験で取得した各図形 30 回分の描画軌跡のうち，前半の 15
回をデータセットとして用いる場合と，後半の 15回を用いる場合とで分類精度の変化を検
証する． 
 
4.3.3.1 結果 
30 回分の描画軌跡のうち．前半 15 回と後半 15 回を用いた場合の分類精度と AUC を表
8に，ROC曲線を図 6，7にそれぞれ示す．表 8より，前半 15回のデータでは〇記号を用
いたときに AUCが最大で 0.86であり，後半 15回のデータでは漢字「切」を用いたときに
AUCが最大で 0.91となった．また，後半のデータを用いた場合に，○記号では分類精度が
低下しているが，漢字「与」，「切」，「他」については分類精度が向上しており，漢字「切」
はその中でも AUCの変化が最も大きい． 
 
4.3.3.2 考察 
表 8 より後半のデータを用いた分類精度は前半のデータと比較して，○記号で低下，文
字 Bは変化なし，漢字 3種は向上しており，○記号と文字 Bの変化よりも漢字 3種での変
化が大きいことから，描画に慣れることによる影響は複雑な図形を用いた場合に大きくな
ると考えられる．また，漢字「他」が他の図形よりも分類精度が低くなっていることから，
複雑な図形を用いることよりも，安定して図形が描画できることの方が分類精度への寄与
が大きい可能性がある． 
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表 8 使用データごとの未知ユーザの分類精度 
データ Figure Accuracy Precision Recall F1-score AUC 
 〇 0.82 0.85 0.82 0.82 0.86 
 B 0.78 0.81 0.78 0.78 0.77 
前半 15回 与 0.79 0.81 0.79 0.79 0.81 
 切 0.79 0.81 0.79 0.79 0.81 
 他 0.79 0.82 0.79 0.78 0.72 
 (平均) 0.79 0.82 0.79 0.79 0.79 
 〇 0.81 0.82 0.81 0.81 0.84 
 B 0.82 0.86 0.82 0.81 0.77 
後半 15回 与 0.78 0.80 0.77 0.77 0.85 
 切 0.82 0.85 0.82 0.82 0.91 
 他 0.79 0.81 0.79 0.79 0.75 
 (平均) 0.80 0.83 0.80 0.80 0.82 
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図 6 ROC曲線 (前半 15回のデータ使用時) 
 
図 7 ROC曲線 (後半 15回のデータ使用時) 
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第5章 おわりに 
本稿では，視線描画軌跡を用いた個人認証の現実的な利用を想定し，図形描画の際に頭
部を固定しないことと，本人と他人を区別する際に他人のデータを学習していないことを
前提として，描画する図形の複雑さによる分類精度への影響を調査した． 
多クラスの分類精度に関する検証では，描画した図形に依らず F1-scoreが 0.9以上であ
ることから，図形の複雑さによる影響は小さく，頭部を固定しない場合でも高い分類精度が
得られた．未知のユーザに対する分類精度に関する検証では，全てのデータを学習に用いた
場合で〇記号を用いたときに AUC が最大で 0.90 であり，使用するデータを前半後半に分
けた場合では漢字「切」を用いた時に AUC が最大で 0.91 となり，視線による描画軌跡を
用いた分類は未知のユーザに対して有効な可能性がある．また，後半の描画データを用いた
場合に前半のデータと比較して，複雑な図形での分類精度の向上が大きく，安定した軌跡の
描画が行えることが分類精度へ寄与すると思われる．  
本研究では，1 人の本人ユーザを設定したときの未知のユーザに対する分類精度の検証
を行った．しかし実際に認証システムとして利用する場面では，正解となるユーザが複数い
る場合や，正解ユーザ以外の情報を学習に使えない状況が考えられるため，異常検知アルゴ
リズム等を用いた未知の入力に対する分類精度の調査をさらに進めていく必要がある．ま
た，安定した軌跡を描けるように視線描画時の背景画像として，格子や規則的に並んだドッ
トなどを用いて，描画時の目印を設定しやすいようにするなどして，安定した図形を描ける
状況での分類精度の検証をする必要があると考えている． 
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