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CCNP: (Cisco Certified Network Professional) certificación intermedia de los 
diferentes cursos entregados por CISCO, tanto Enrutamiento (ROUTE) como 
en Conmutación (SWITCH). 
 
OSPF: Open Shortest Path First (OSPF), Primer Camino Más Corto, es un 
protocolo de red para encaminamiento jerárquico de pasarela interior o Interior 
Gateway Protocol (IGP), que usa el algoritmo SmoothWall Dijkstra enlace-
estado (Link State Advertisement, LSA) para calcular la ruta idónea entre dos 
nodos cualesquiera de un sistema autónomo. 
 
DTP: (Dynamic Trunking Protocol) es un protocolo propietario creado por Cisco 
Systems que opera entre switches Cisco, el cual automatiza la configuración de 







En el desarrollo de este trabajo, se da solución a los tres escenarios planteados 
como parte del examen final de habilidades practicas en el curso de CCNP, 
aplicando los conocimientos adquiridos en el trascurso del diplomado. 
Poniendo así en practica los niveles de comprensión y solución de problemas 
relacionados con diversos aspectos de Networking con los que nos podemos 







El presenta trabajo hace parte de las habilidades practicas finales del 
Diplomado CCNP, en donde se desarrollará 3 escenarios aplicando los 
conocimientos adquiridos en el trascurso del curso. 
 
El siguiente informe abarca la aplicación de los dos módulos CCNP ROUTE 
and SWITCH, los cuales aplican conocimientos y habilidades prácticas para 
diseñar y brindar soporte a redes simples y complejas simulando un entorno 
real. 
 









En la Imagen 1 tenemos un escenario en donde pondremos en práctica la 
configuración del enrutamiento OSPF y EIGRP, también la creación de 
interfaces Lookback, redistribución de ruta EIGRP OSPF 
 
 
Imagen 1. Topología de red a desarrollar escenario #1 
 
 
Paso 1: Aplique las configuraciones iniciales y los protocolos de enrutamiento 
para los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords 
en los routers.  Configurar las interfaces con las direcciones que se muestran 
en la topología de red.  
 
 
Configuración Básica: se realiza una configuración de nombre y asignación 
de la ip a la interface, adicional el Clock Rate, este proceso se realiza en los 5 
router, teniendo en cuenta en donde se encuentra conectado el clock rate, en 








Enter configuration commands, one per line. End with CNTL/Z. 
Router(config)#hostname R1 
R1(config)#interface Serial0/0 
R1(config-if)#ip address 10.103.12.2 255.255.255.0 
R1(config-if)#clock rate 64000 
R1(config-if)#no shutdown 
 
%LINK-5-CHANGED: Interface Serial0/0, changed state to down 
R1(config-if)# 
 
Imagen 2 Asigna miento de IP´s interfaces 
 
En la Imagen 2 se puede observar la configuración de las interfaces seriales 




Paso 2: Enrutamiento OSPF Área 0 
 
Se realiza la configuración del enrutamiento OSPF Área 0 en los router R1, R2 
y R3 de la siguiente manera:  
 
R2(config)#router ospf 1 
 
#Activa el protocolo OSPF en el Cisco Router. El “1” significa “Process ID”. 
 
R2(config-router) #network 10.103.12.0 0.0.0.255 area 0 
 
#El comando Network activa el protocolo OSPF en todas las interfaces del 
router que su dirección IP estén dentro del rango de la red 10.103.12.0. La 
parte de “0.0.0.255” con la Wildcard.  
 
 
Imagen 3 Enrutamiento OSPF 1 
 
En la imagen 3 se puede observar el enrutamiento realizado en uno de los 
router, como deben quedar en los routers R1, R2 y R3. 
 
PASO 3: Enrutamiento EIGRP AS 10 
Se realiza la configuración del enrutamiento EIGRP AS 10 en los router R4 y 




R5(config)#router eigrp 10 
R5(config-router)#network 172.29.45.0 0.0.0.255 
 
 
Imagen 4 Enrutamiento EIGRP AS 10 
 
En la imagen 4 se puede observar el enrutamiento realizado en el router 5 así 
debe quedar en los router R4. 
 
PASO 4: Cree cuatro nuevas interfaces de Loopback en R1 utilizando la 
asignación de direcciones 10.1.0.0/22 y configure esas interfaces para 
participar en el área 0 de OSPF. 
  
Se crean las 4 interfaces Loopback y se agregan al enrutamiento del router R1, 
de la siguiente manera se crea una interface loopback. 
 
R1(config)#interface loopback 1 
%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, changed 
state to up 





Imagen 5 Interfaces Loopback R1 
 
En la Imagen 5 se observa la creación de las Interfaces Loopback en el router 






Imagen 6 Enrutamiento OSPF 1 Interfaces Loopback R1 
 
En la Imagen 6 se observa la el enrutamiento con las Interfaces Loopback en el 
router R1 con su respectivo direccionamiento 
 
PASO 5: Cree cuatro nuevas interfaces de Loopback en R5 utilizando la 
asignación de direcciones 172.5.0.0/22 y configure esas interfaces para 
participar en el Sistema Autónomo EIGRP 10. 
 
Se crean las 4 interfaces Loopback y se agregan al enrutamiento del router R5 
 
R1(config)#interface loopback 1 
%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, changed 
state to up 





Imagen 7 Interfaces Loopback R5 
 





Imagen 8 Enrutamiento EIGRP 10 Interfaces Loopback R5 
 





Imagen 9 Enrutamiento R5 
 
En la Imagen 9 se observa la tabla de enrutamiento en el router 5. 
 
PASO 6: Analice la tabla de enrutamiento de R3 y verifique que R3 está 





Imagen 10 Enrutamiento R3 
 
En la Imagen 10 se observa la tabla de enrutamiento en el router 3 y se 
observa que está aprendiendo las nuevas interfaces de Loopback. 
 
PASO 7: Configure R3 para redistribuir las rutas EIGRP en OSPF usando el 
costo de 50000 y luego redistribuya las rutas OSPF en EIGRP usando un 
ancho de banda T1 y 20,000 microsegundos de retardo. 
 
Redistribución De Ruta EIGRP OSPF 
 
Se realiza la redistribución de la ruta con los dos protocolos y los datos 
suministrados como se muestra a continuación en el router 3. 
 
R3#conf ter 
Enter configuration commands, one per line. End with CNTL/Z. 
R3(config)#router eigrp 10 
R3(config-router)#redistribute ospf 1 metric 500000 20 255 255 1500 
R3(config-router)#exit 
R3(config)#router ospf 1 





Imagen 11 Verificación de la redistribución de ruta EIGRP OSPF R3 
 
En la Imagen 11 se observa la Verificación de la redistribución de ruta EIGRP 




PASO 8: Verifique en R1 y R5 que las rutas del sistema autónomo opuesto 
existen en su tabla de enrutamiento mediante el comando show ip route.  
 






Imagen 13 Verificación R5 
 
En las Imágenes 12 y 13 se observa la verificación rutas del sistema autónomo 






Imagen 14 Topología de red a desarrollar escenario #2 
 
Información para configuración de los Routers 
R1 Interfaz Dirección IP Máscara 
Loopback 0 1.1.1.1 255.0.0.0 
Loopback 1 11.1.0.1 255.255.0.0 
S 0/0 192.1.12.1 255.255.255.0 
 
R2 Interfaz Dirección IP Máscara 
Loopback 0 2.2.2.2 255.0.0.0 
Loopback 1 12.1.0.1 255.255.0.0 
S 0/0 192.1.12.2 255.255.255.0 
E 0/0 192.1.23.2 255.255.255.0 
 
R3 Interfaz Dirección IP Máscara 
Loopback 0 3.3.3.3 255.0.0.0 
Loopback 1 13.1.0.1 255.255.0.0 
E 0/0 192.1.23.3 255.255.255.0 
S 0/0 192.1.34.3 255.255.255.0 













Interfaz Dirección IP Máscara 
Loopback 0 4.4.4.4 255.0.0.0 
Loopback 1 14.1.0.1 255.255.0.0 
S 0/0 192.1.34.4 255.255.255.0 
Tabla 1 Información para configuración de los Routers 
Paso 1: Se realiza la configuración de acuerdo a las tablas indicadas en cada 
uno de los router 
 
Creación de las interfaces loopback en los router R1, R2, R3 Y R4 con los 
comandos a continuación: 
 
AS1(config)#interface loopback 0 
AS1(config-if)#ip address 1.1.1.1 255.0.0.0 
 
 
Imagen 15 Asigna miento de IP´s interfaces Loopback 
 
En la Imagen 15 se observa la creación de las dos interfaces Loopback 




Paso 2: Configure una relación de vecino BGP entre R1 y R2. R1 debe estar 
en AS1 y R2 debe estar en AS2. Anuncie las direcciones de Loopback en BGP. 
Codifique los ID para los routers BGP como 11.11.11.11 para R1 y como 
22.22.22.22 para R2.  Presente el paso a con los comandos utilizados y la 
salida del comando show ip route. 
 
AS1(config)#router bgp 11 
AS1(config-router)#network 1.0.0.0 mask 255.0.0.0 
AS1(config-router)#network 11.1.0.0 mask 255.255.0.0 
AS1(config-router)#network 192.1.12.0 mask 255.255.255.0 
AS1(config-router)#exit 
AS1(config)#router bgp 11 
AS1(config-router)#neighbor 192.1.12.2 remote-as 22 
 
 
Imagen 16 Verificación de relación de vecino BGP R1 
 
 
AS2(config)#router bgp 22 
AS2(config-router)#network 2.0.0.0 mask 255.0.0.0 
AS2(config-router)#network 12.1.0.0 mask 255.255.0.0 
AS2(config-router)#network 192.1.12.0 mask 255.255.255.0 
AS2(config-router)#network 192.1.23.0 mask 255.255.255.0 
AS2(config-router)#exit 
AS2(config)#router bgp 22 
27 
 
AS2(config-router)#neighbor 192.1.12.1 remote-as 11 
AS2(config-router)#neighbor 192.1.23.2 remote-as 33 
 
 
Imagen 17 Verificación de relación de vecino BGP R2 
 
Paso 3: Configure una relación de vecino BGP entre R2 y R3. R2 ya debería 
estar configurado en AS2 y R3 debería estar en AS3. Anuncie las direcciones 
de Loopback de R3 en BGP. Codifique el ID del router R3 como 33.33.33.33. 
Presente el paso a con los comandos utilizados y la salida del comando show 
ip route. 
 
AS3(config)#router bgp 33 
AS3(config-router)#network 3.0.0.0 mask 255.0.0.0 
AS3(config-router)#network 13.1.0.0 mask 255.255.0.0 
AS3(config-router)#network 192.1.34.0 mask 255.255.255.0 
AS3(config-router)#network 192.1.23.0 mask 255.255.255.0 
AS3(config-router)#exit 
AS3(config)#router bgp 33 
AS3(config-router)#neighbor 192.1.34.2 remote-as 44 





Imagen 18 Verificación de relación de vecino BGP R3 
 
Paso 4: Configure una relación de vecino BGP entre R3 y R4. R3 ya debería 
estar configurado en AS3 y R4 debería estar en AS4. Anuncie las direcciones 
de Loopback de R4 en BGP. Codifique el ID del router R4 como 44.44.44.44. 
Establezca las relaciones de vecino con base en las direcciones de Loopback 
0. Cree rutas estáticas para alcanzar la Loopback 0 del otro router. No anuncie 
la Loopback 0 en BGP.  Anuncie la red Loopback de R4 en BGP. Presente el 
paso a con los comandos utilizados y la salida del comando show ip route. 
 
AS4(config)#router bgp 44 
AS4(config-router)#network 4.0.0.0 mask 255.0.0.0 
AS4(config-router)#network 14.1.0.0 mask 255.255.0.0 
AS4(config-router)#network 192.1.34.0 mask 255.255.255.0 
AS4(config-router)#exit 
AS4(config)#router bgp 44 














Paso 1: Configurar VTP 
 
Todos los switches se configurarán para usar VTP para las actualizaciones de 
VLAN. El switch SWT2 se configurará como el servidor. Los switches SWT1 y 
SWT3 se configurarán como clientes. Los switches estarán en el dominio VPT 
llamado CCNP y usando la contraseña cisco.  
 
Switch(config)#vtp mode [MODO] 
Switch(config)#vtp domain [DOMINIO] 
Switch(config)#vtp password [CONTRASEÑA] 
 






Imagen 21 Verificación vtp status SWT1, SWT2 Y SWT3 
 
Paso 3: Configurar DTP (Dynamic Trunking Protocol) 
 
Configure un enlace troncal ("trunk") dinámico entre SWT1 y SWT2. Debido a 
que el modo por defecto es dynamic auto, solo un lado del enlace debe 
configurarse como dynamic desirable. 
 
switchport mode dynamic desirable 
switchport trunk encapsulation negotiate 
 
Paso 4: Verifique el enlace "trunk" entre SWT1 y SWT2 usando el comando 









Paso 5: Entre SWT1 y SWT3 configure un enlace "trunk" estático utilizando el 
comando switchport mode trunk en la interfaz F0/3 de SWT1 
 
Paso 6: Verifique el enlace "trunk" el comando show interfaces trunk en SWT1. 
 
 
Imagen 23 Verificación del enlace "trunk" SWT1 
 




Imagen 24 Configuracion del enlace "trunk” permanente entre SWT2 y 
SWT3 
 
Paso 8: Agregar VLANs y asignar puertos. 
 
En STW1 agregue la VLAN 10. En STW2 agregue las VLANS Compras (10), 







Paso 9: Verifique que las VLANs han sido agregadas correctamente. 
 
 
Imagen 25 Verificación VLAN 
 
Paso 10: Asocie los puertos a las VLAN y configure las direcciones IP de 
acuerdo con la siguiente tabla. 
 
Interfaz  VLAN  Direcciones IP de los PCs  
F0/10  VLAN 10  190.108.10.X / 24  
F0/15  VLAN 20  190.108.20.X /24  
F0/20  VLAN 30  190.108.30.X /24  
X = número de cada PC particular 
Tabla 2 Datos Interfaces 
 
Switch(config)#interface range f0/15 
Switch(config-if-range)#switchport mode access 
Switch(config-if-range)#switchport access vlan 20 
 
Paso 11: Configure el puerto F0/10 en modo de acceso para SWT1, SWT2 y 




Imagen 26 Configuración de los puertos F0/10 en modo de acceso 
 
Paso 11: Repita el procedimiento para los puertos F0/15 y F0/20 en SWT1, 
SWT2 y SWT3. Asigne las VLANs y las direcciones IP de los PCs de acuerdo 
con la tabla de arriba. 
  
 





Paso 12: Configurar las direcciones IP en los Switches. 
 
En cada uno de los Switches asigne una dirección IP al SVI (Switch Virtual 
Interface) para VLAN 99 de acuerdo con la siguiente tabla de direccionamiento 
y active la interfaz. 
 
Equipo  Interfaz  Dirección IP  Máscara 
SWT1  VLAN 99  190.108.99.1  255.255.255.0  
SWT2  VLAN 99  190.108.99.2  255.255.255.0  
SWT3  VLAN 99  190.108.99.3  255.255.255.0  
Tabla 3 direccionamiento y active la interfaz 
 
Switch (config)# interface vlan 99 
Switch (config-if)# ip address 190.108.99.1 255.255.255.0 









Paso 13: Verificar la conectividad Extremo a Extremo 
 
Ejecute un Ping desde cada PC a los demás. Explique por qué el ping tuvo o 
no tuvo éxito. 
 
 





Paso 14: Ejecute un Ping desde cada Switch a los demás. Explique por qué el 
ping tuvo o no tuvo éxito. 
 
Imagen 30 Ping desde cada Switch a los demás 
 





Paso 15: Ejecute un Ping desde cada Switch a cada PC. Explique por qué el 
ping tuvo o no tuvo éxito. 
 








• Las actividades practica que hemos ejecutado en esta fase del curso 
nos permitió fortalecer y complementar las habilidades en las 
configuraciones a nivel de Switches y Router. 
 
• Los laboratorios prácticos me han permitido afianzar los procedimientos 
necesarios para las configuraciones de las Loopback, VTP, DTP, VLANs 
entre otros. 
 
• Se aplicaron los conocimientos para realizar el enrutamiento EBGP el 
cual es uno de protocolo mediante el cual se intercambia información de 
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