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ЭЛЕКТРОННОЕ УГОЛОВНОЕ ДЕЛО:  
ПЕРСПЕКТИВЫ И ПРОБЛЕМЫ ВНЕДРЕНИЯ 
 
О. А. Адамович,  
зам. нач. отдела анализа практики и методического обеспечения  
предварительного расследования управления Следственного комитета  
Республики Беларусь по Витебской обл. (Витебск, Республика Беларусь) 
 
В статье рассматриваются перспективы внедрения электронного уголовного дела в оте-
чественный уголовный процесс. Анализируется практика применения электронного уголов-
ного дела в зарубежных странах. Автор приходит к выводу, что наиболее оптимальным 
вариантом при переходе к электронному уголовному делу является создание идентичной 
копии уголовного дела в электронном виде. Указываются преимущества и возможные про-
блемные вопросы при электронном уголовном деле. Автор предлагает свою модель ведения 
уголовного процесса в электронном формате, а также внедрить в практическую деятель-
ность следователя программы по преобразованию живой речи в текст. 
Ключевые слова: электронное уголовное дело, информационные технологии в уголовном 
судопроизводстве. 
 
The article discusses the prospects of the introduction of electronic criminal case in the domes-
tic criminal process. The practice of application of electronic criminal case in foreign countries 
is analyzed. The author comes to the conclusion that the best option in the transition to an 
electronic criminal case is to create an identical copy of the criminal case in electronic form. 
The advantages and possible problematic issues in an electronic criminal case are indicated. 
The author offers his model of conducting criminal proceedings in electronic format, as well 
as to introduce into practice the investigator of the program for the transformation of live 
speech into text. 
Keywords: electronic criminal case, information technologies in criminal proceedings. 
 
ХХI век отличается стремительным развитием информационных тех-
нологий, которые представляют собой комплекс программного и аппарат-
ного обеспечения, и предназначены для реализации определенных функций 
и задач. Совершенствование информационных технологий приводит к из-
менениям во всех сферах жизни и повышению уровня комфорта для каж-
дого человека. Привычные сегодня виды услуг – образование и медицин-
ское обслуживание, финансовые сервисы переходят на цифровой формат 
и становятся более качественными и удобными. В настоящее время за Рес-
публикой Беларусь прочно закрепилась репутация ведущей «IT-страны» 







Внедрение новых информационных технологий в деятельность госу-
дарственных органов, а также в сферу уголовного судопроизводства (пред-
варительного расследования) является неизбежным ответом на запросы со-
временного общества и государства. 
Внимание законодателя к созданию электронного документооборота 
и развитию информационного общества обращено еще с 2000 года, с мо-
мента принятия Закона Республики Беларусь от 10.01.2000 № 357-З «Об 
электронном документе», регламентирующего отношения государственных 
органов, организаций и физических лиц в сфере обращения электронных до-
кументов и электронной цифровой подписи. С учетом дальнейшего разви-
тия электронного документооборота 28.12.2009 принят Закон Республики 
Беларусь № 113-З «Об электронном документе и электронной цифровой 
подписи», которым признан утратившим силу вышеуказанный закон [11]. 
В целях последовательного совершенствования информационного об-
щества 8 ноября 2011 г. издан Указ Президента Республики Беларусь № 515 
«О некоторых вопросах развития информационного общества в Республике 
Беларусь», согласно которому в состав Совета по развитию информацион-
ного общества при Президенте Республики Беларусь были включены Пред-
седатель Следственного комитета Республики Беларусь и Министр внутрен-
них дел Республики Беларусь; государственным органам и иным государ-
ственным организациям, в том числе подчиненным Конституционному 
Суду, Верховному Суду, Высшему Хозяйственному Суду, Комитету госу-
дарственного контроля, Генеральной прокуратуре, было поручено приобре-
тение (разработка, модернизация) до 1 января 2015 г. ведомственных си-
стем электронного документооборота; принятие мер по поэтапному сокра-
щению к 2016 году количества документов на бумажных носителях (со-
гласно изменениям и дополнениям, внесенным Указом Президента Респуб-
лики Беларусь от 04.04.2013 №157) [13]. 
С 1 июня 2016 г. функционирует специальный портал Министерства 
по налогам и сборам Республики Беларусь по администрированию элек-
тронных счет-фактур, которые с указанной даты являются обязательным 
электронным документом для всех плательщиков налога на добавленную 
стоимость. На официальном сайте Верховного Суда Республики Беларусь 
уже в 2017 году был создан раздел «Электронное судопроизводство», в ко-
тором после прохождения процедуры регистрации возможно получить до-
ступ к банку данных судебных постановлений, расписанию судебных засе-
даний, картотеке дел по экономическим делам. 
В соответствии со Стратегией развития информатизации в Республике 
Беларусь на 2016-2022 годы одним из ее направлений является перевод уго-
ловного процесса в электронную форму [21]. 
Вместе с тем в настоящее время в сфере уголовного судопроизводства 







и информационные технологии используются недостаточно, что, согласно 
мнению автора, не в полной мере отвечает уровню их развития. 
Проработка вопросов внедрения информационных технологий в уголов-
ное судопроизводство активно осуществляется во многих странах постсовет-
ского пространства, в Российской Федерации – с 2010 года, в Республике Ка-
захстан – с 2013 года. С ноября 2016 года в Азербайджанской Республике на 
базе Министерства налогов запущен в работу модуль «Электронное уголовное 
дело». Применение автоматизированной информационной системы «Уголов-
ное преследование: Е-дело» стало обязательным для сотрудников прокура-
туры Республики Молдовы с 1 июля 2017 г. Следственным комитетом Респуб-
лики Армения в практической деятельности используются системы «Элек-
тронное следствие» и «Оцифровка уголовных дел» [18, с. 73]. 
В электронном формате осуществляется расследование уголовных 
дел в Эстонии, Финляндии, Швеции, Дании, Нидерландах, Австрии, Сау-
довской Аравии, Сингапуре, Южной Корее. 
Однако единого подхода в информатизации уголовной сферы пока не 
существует: каждая страна пытается выработать собственный способ ведения 
уголовного производства с использованием программно-технических средств. 
В настоящее время Следственным комитетом Республики Беларусь изу-
чается зарубежный опыт ведения досудебного производства в электронном 
виде и возможность его применения в белорусском уголовном процессе. 
По мнению автора, внедрение в отечественный уголовный процесс 
электронного уголовного дела либо отдельных его элементов в условиях 
прогрессирующих информационных технологий неизбежно. 
В научных исследованиях идеи активного использования информаци-
онных технологий, в частности электронных уголовных дел, поддержива-
ются многими авторами. К их числу следует отнести А. Ф. Абдулвалиева, 
Е. Ф. Лукьянчикову, О. А. Качалову, Ю. А. Цветкова и других. Данными ав-
торами ведется речь не только об активной информатизации стадии судеб-
ного производства, но и указывается на необходимость и возможность фор-
мирования материалов уголовного дела в электронном виде на стадии пред-
варительного расследования. 
Актуальность данной темы обусловлена стремительным развитием 
и применением информационных технологий в различных сферах жизнеде-
ятельности, широким использованием электронного документооборота, 
опыт зарубежных стран по использованию электронного уголовного дела. 
Целью настоящей публикации является выработка наиболее оптималь-
ной модели электронного уголовного дела, изучение перспектив ее внедрения 
в уголовный процесс и возможных проблемных вопросов, которые могут воз-
никнуть при осуществлении досудебного производства в электронном формате. 
В настоящее время существует два подхода к вопросу об информатиза-







форму уголовного дела и полном отказе от бумажных процессуальных доку-
ментов. Так, по мнению А. Ф. Абдулвалиева, на определенном электронном 
носителе должна быть заложена программа по формированию уголовного 
дела, содержащего в себе алгоритм последовательных действий (движения 
уголовного дела) с момента возбуждения дела и до момента исполнения при-
говора, включающий в себя бланки и шаблоны отдельных процессуальных до-
кументов, и позволяющий прикреплять к данным документам в электронной 
форме все сведения о полученных доказательствах, включая фото-, кино- и ви-
деоизображения, а также иные файлы и программные продукты [1]. 
О. А. Качалова и Ю. А. Цветков также предлагают формировать элек-
тронное уголовное дело в виде информационного портала, в котором будут 
помещены материалы уголовного дела. Материалы будут размещаться по 
соответствующим рубрикаторам, в зависимости от участников уголовного 
судопроизводства. Кроме того, авторы предлагают каждый из этих разделов 
наполнить извлечениями из уголовно-процессуального закона, регламенти-
рующими права, обязанности и ответственность соответствующего участ-
ника уголовного судопроизводства [8, с. 95]. 
Подобные программы уже реализуются на практике. Например, в Рес-
публике Армения создана и работает система электронного следствия, 
а в Казахстане впервые рассмотрели уголовное дело в электронном формате. 
Конечно же, в подобных нововведениях есть положительные мо-
менты, достоинство которых не вызывает сомнения.  
Во-первых, благодаря электронным уголовным делам существенно 
сократится время, затраченное следователем на оформление документов. 
Так, после внесения в шаблон постановления о возбуждении уголовного 
дела всех необходимых данных, они автоматически переносятся в соответ-
ствующие графы последующих процессуальных документов. Это также 
позволит отойти от заполнения следователем карточек статистической от-
четности, поскольку сведения о совершенном преступлении, о криминоло-
гических характеристиках лица, совершившего преступление, автоматиче-
ски будут передаваться в соответствующую базу данных. 
Во-вторых, возможно сведение к минимуму организационных причин, 
увеличивающих срок расследования (например, нахождение длительное время 
уголовного дела у прокурора в рамках прокурорского надзора либо у началь-
ника следственного подразделения при проверке уголовных дел). Работа в ав-
томатизированной системе позволит осуществлять контроль и надзор путем 
удаленного доступа к материалам уголовного дела, без отрыва следователя от 
работы с материалами уголовного дела и всего процесса расследования. 
В-третьих, будет упрощена процедура собирания доказательств и со-
ставления процессуальных документов. В рамках электронных программ 







ствий и процессуальных документов. А информационная программа, напри-
мер, как в Республике Армения, будет содержать систему напоминания об 
истечении процессуальных сроков, поисковую систему по номеру уголов-
ного дела, статье Уголовного кодекса, по фабуле дела [18, с. 74]. 
В-четвертых, существенно может повыситься качество расследова-
ния, так как в большей мере исключит возможности фальсификаций и ис-
правлений в материалах уголовных дел. 
Несомненно, указанные факторы значительно облегчат и упростят ра-
боту следователя, наладят учет и отчетность, автоматизированный поиск не-
обходимых данных, связь между различными субъектами при осуществле-
нии контроля и надзора, снизят процессуальную волокиту. 
Вместе с тем несмотря на явные положительные моменты, при внед-
рении в процесс электронных уголовных дел существуют явные проблемы 
технического, процессуального и иного характера. 
Так, прежде чем переходить на полностью электронные уголовные 
дела, следует решить вопрос о достаточной их защите от поражения вредо-
носными программами, несанкционированного доступа и хакерских атак. 
Как показывает мировой опыт, до сих пор еще не разработан действенный 
способ защиты данных, который не может быть взломан хакерами. На осно-
вании этого обеспечение целостности и сохранности электронного уголов-
ного дела ставится под сомнение. 
При отходе от бумажных носителей информации встанет вопрос о до-
статочной технической оснащенности сотрудников не только Следствен-
ного комитета, но и органов внутренних дел, Государственного комитета 
судебных экспертиз, прокуратуры и суда. По меньшей мере, все следова-
тели должны быть оснащены портативными компьютерными системами 
для того, чтобы они могли беспрепятственно и свободно заниматься рассле-
дованием уголовного дела, а также своевременно, оперативно и качественно 
формировать материалами электронные уголовные дела. 
Работа в полностью автоматизированной системе напрямую будет за-
висеть от ряда факторов: работа сервера, скорость передачи данных в сети 
Интернет, работа линий электропередач. Следовательно, в случае сбоев 
в работе указанных систем (например, отключение системы электропитания) 
работа всех сотрудников следственного подразделения будет парализована. 
Следует также согласиться с тем, что существенным вопросом, свя-
занным с переходом на электронную форму уголовного дела, является пе-
реоценка и законодательное реформирование традиционной (письменной) 
концепции уголовно-процессуального доказывания с учетом ее перехода на 
«цифровой формат» [18]. В частности, речь идет о том, что при переходе не 
электронное уголовное дело вся информация, чтобы получить статус дока-







жет быть затруднительно по объективным причинам. В частности, в соот-
ветствии со ст. 1 Закона Республики Беларусь от 28 декабря 2009 г. № 113-
З электронный документ – это документ в электронном виде с реквизитами, 
позволяющими установить его целостность и подлинность. В то же время 
подлинность электронного документа этим же Законом понимается как 
свойство электронного документа, определяющее, что электронный доку-
мент подписан действенной электронной цифровой подписью [11]. 
В настоящее время участники процесса многие документы представ-
ляют на бумажных носителях (справки, характеристики, ходатайства и т.д.), 
так как не только не имеют электронной подписи, но даже не обладают до-
статочными навыками пользования компьютерными технологиями, чтобы 
представить документ в электронном виде. 
Кроме того, может возникнуть проблема ознакомления с электронным 
уголовным делом. Ряд авторов предлагает для доступа к электронному уголов-
ному делу выдавать каждому из участников уголовного процесса с момента 
приобретения соответствующего процессуального статуса логины и пароли. 
При этом, за передачу пароля и логина, обеспечивающих доступ к электрон-
ному уголовному делу они предлагают установить уголовную ответственность 
за разглашение данных предварительного расследования [8, с. 97; 10, с. 140]. 
Как уже отмечалось, значительная часть населения не владеет на должном 
уровне навыками работы с компьютерными технологиями. При таком подходе 
к ознакомлению с материалами уголовного дела граждане окажутся в ловушке. 
С одной стороны, они не могут ознакомиться, так как не знают, как войти в си-
стему. С другой стороны, при обращении за помощью для входа в систему, они 
могут быть привлечены к уголовной ответственности. 
Переход на электронную форму уголовного дела при условии доста-
точного технического обеспечения не вызовет особых сложностей у следо-
вателей, поскольку в настоящее время так или иначе большинство докумен-
тов по материалу доследственной проверки либо уголовному делу созда-
ются ими с использованием персональных компьютеров (постановления, 
протоколы следственных действий, запросы, справки и т. д.). 
В случае полного перехода на электронную модель уголовного дела, 
представляется, что наиболее оптимальным вариантом будет являться создание 
программного обеспечения, позволяющего осуществление следователем произ-
водства по заявлениям (сообщениям) о преступлениях, уголовным делам в элек-
тронном виде, с возможностями помещения в него отсканированных бумажных 
документов, электронных файлов, а также представляющего доступ к нему со-
трудников, осуществляющих ведомственный контроль. 
После разработки Единой автоматизированной информационной си-
стемы Следственного комитета Республики Беларусь представляется целе-
сообразным создание единой программной платформы «Е-уголовное дело» 







В таком варианте функционирование данного программного обеспе-
чения видится следующим образом: 
− установление соответствующего программного обеспечения на 
персональных компьютерах всех следователей, сотрудников, осуществляю-
щих процессуальный контроль по материалам доследственных проверок и 
уголовным делам; 
− предоставление следователям, сотрудникам, осуществляющим ве-
домственный процессуальный контроль логинов и паролей для доступа 
к системе, а также электронной цифровой подписи; 
− формирование в программном обеспечении личных кабинетов со-
трудников, имеющих доступ к системе; 
− заведение сотрудником, которому поручена проверка по заявлению 
(сообщению) о преступлении либо принятие решения о возбуждении уголов-
ного дела и осуществление предварительного расследования, соответствующей 
электронной папки материала проверки либо уголовного дела (номера дел либо 
материалов проверки присваиваются программой автоматически); 
− максимальное использование загруженных в автоматизированную 
систему шаблонов процессуальных решений (постановлений), принимае-
мых по заявлениям (сообщениям) о преступлениях, а также в ходе предва-
рительного расследования и других используемых документов (запросов, 
сопроводительных, справок и т. д.); 
− наличие в программном обеспечении параметров, обеспечивающих авто-
матическое установление информации, представляющей интерес для следствия, 
содержащейся в других папках материалов проверок и уголовных дел (сведения 
о других заявлениях (сообщениях) о преступлениях, уголовных делах в отноше-
нии этого же гражданина, о схожих предметах преступного посягательства, анало-
гичных способах совершения преступления, разыскиваемых гражданах, похищен-
ных предметах, изъятых аналогичного рода психотропных веществ и т. д.); 
− автоматическое напоминание системой об истекающих процессу-
альных сроках по материалу проверки либо уголовному делу; 
− учет и систематизация в режиме реального времени, а также по от-
четным периодам, необходимых статистических сведений (о количестве, 
находящихся в производстве материалов проверок, уголовных дел, приня-
тых решений о возбуждении, отказе в возбуждении уголовного дела, при-
остановлении, прекращении предварительного расследования, передачи 
дела прокурору для направления в суд, квалификации преступлений, сроках 
доследственой проверки и расследования уголовного дела и т. д.); 
− автоматический доступ к существующим электронным базам дан-
ных, используемым правоохранительными органами (ГАИ и т. д.). 
При данной модели программного обеспечения следователь с исполь-
зованием предоставленных ему логинов и паролей создает соответствую-







Создание такой папки осуществляется в личном кабинете пользователя 
путем введения в соответствующий раздел программы данных о поступившем 
заявлении (сообщении) о преступлении, либо при создании постановления 
о возбуждении уголовного дела (в случае невозможности создания постанов-
ления о возбуждении уголовного дела непосредственно в программном обес-
печении в папку загружается отсканированная версия бумажного носителя). 
Все процессуальные документы по материалу проверки либо уголов-
ному делу создаются следователем в системе, в исключительных случаях 
в программу загружаются отсканированные бумажные документы (поста-
новления, протоколы и т. д.).  
При вводе в систему процессуального решения программное обеспе-
чение должно автоматически предлагать варианты (шаблоны) всех возмож-
ных процессуальных решений, принимаемых по данной категории дел (ма-
териалов проверок). После выбора шаблона программа заимствует необхо-
димые сведения (фабулу, Ф.И.О. фигурантов и т. д.) из других электронных 
документов по данному делу (материалов проверки). 
Например, при создании постановления о назначении экспертизы система 
заимствует фабулу из постановления о возбуждении уголовного дела и предла-
гает на выбор всевозможные варианты вопросов, которые можно поставить пе-
ред экспертом, в зависимости от вида экспертизы и квалификации преступления. 
При создании постановления о привлечении в качестве обвиняемого 
программа также предлагает имеющиеся в банке данных образцы постанов-
лений по данной категории дел со схожим способом совершения преступ-
ления. Работая в программном обеспечении, система не позволит создание 
постановления о привлечении в качестве обвиняемого без указания в нем 
времени, места, способа совершения преступления и других обязательных 
данных, предусмотренных статьей 241 Уголовно-процессуального кодекса 
Республики Беларусь (далее – УПК) [23]. 
При этом программное обеспечение должно обеспечить невозмож-
ность создания процессуального документа при наличии в нем ссылок на 
неверные нормы уголовного и уголовного процессуального законодатель-
ства, а также несоответствия логики по отношению к другой, имеющейся 
в программном обеспечении, информации. 
Выбрав наиболее подходящий вариант, следователь создает (редакти-
рует) соответствующий документ, заверяя его персональной электронной 
цифровой подписью. 
Материалы проверки либо уголовного дела распечатываются на бу-
мажный носитель при необходимости ознакомления с ними участников уго-
ловного процесса, при передаче дела прокурору для направления в суд, за-
просе в другие ведомства.  
Ведомственный процессуальный контроль по материалу проверки 







трудника в личный кабинет пользователя посредством ввода логина и па-
роля. Согласование решений осуществляется путем соответствующих отме-
ток в программном обеспечении, выполнение которых возможно только са-
мим сотрудником, осуществляющим процессуальный контроль. При несо-
гласии с процессуальным решением уполномоченный сотрудник выносит 
соответствующее решение об отмене, работая непосредственно в самой си-
стеме и заверяя документ цифровой подписью либо загружает в систему от-
сканированный вариант бумажного носителя постановления. 
В перспективе видится целесообразным включение в данное про-
граммное обеспечение самостоятельных модулей информационных систем 
органов государственной власти, интегрированных в Единую автоматизи-
рованную информационную систему Следственного комитета Республики 
Беларусь по защищенным каналам связи. Таким образом было бы обеспе-
чено взаимодействие всех государственных структур: Министерства внут-
ренних дел, Государственного комитета судебных экспертиз, Государствен-
ного комитета по имуществу, Министерства по налогам и сборам, Государ-
ственного таможенного комитета, Государственного пограничного коми-
тета, органов прокуратуры, суда и др. Это привело бы к возможности ком-
плектования уголовного дела в электронном виде, исключая формирование 
запросов на бумажном носителе и его последующую передачу по защищен-
ным каналам связи в органы прокуратуры и суд [2, с. 24]. 
В настоящее время уже существует определенная база: ЕАИС тамо-
женных органов, ЕАИС органов прокуратуры, в рамках которых, в частно-
сти, действует система межведомственного документооборота, подразуме-
вающая циркулирование электронных документов. 
Вместе с тем до полного перехода на электронные уголовные дела 
следует провести дополнительные исследования в целях разрешения воз-
можных проблем. Полная замена привычного варианта осуществления до-
следственной проверки и предварительного расследования на электронную 
модель возможна лишь в случае обеспечения её должной защитой от виру-
сов, вредноносных программ, а также хакерских атак. 
В этой связи представляется интересным для анализа второй подход 
к «оцифровке» уголовных дел. 
В частности, некоторыми авторами ставится вопрос не о полном переходе 
на электронные уголовные дела, а о создании идентичной копии уголовного 
дела в электронном виде [14, с. 42]. В частности, электронная копия уголовного 
дела может быть использована для предоставления руководителю следствен-
ного подразделения (органа дознания), в экспертное учреждение, прокуратуру, 
суду для решения вопросов о проведении различных экспертиз, согласований 
продления сроков расследования, содержания под стражей, при рассмотрении 
жалоб и ходатайств, а также в иных случаях, когда уголовное дело на бумажном 
носителе невозможно передать в кратчайшие сроки для изучения либо срок та-







Развитие IT-технологий коснулось не только технического развития, но 
и программного обеспечения к нему. Изучение информации в сети Интернет 
позволяет сделать вывод, что в настоящее время разработаны и используются 
программы по транскрибации (перевод речи из аудио или видео в текст).  
В настоящее время современные приложения к мобильным устройствам 
и компьютерам позволяют преобразовывать живую речь в текст. Например, 
приложение «RealSpeaker» способно не только распознавать аудиофайлы, но и 
живую речь, наговариваемую на камеру устройства. За счет специального ви-
деорасширения программа считывает движение губ, тем самым улучшая про-
цесс распознавания речи до 20-30 %, поддерживает 11 языков: русский, англий-
ский (американский и британский диалекты), французский, немецкий, китай-
ский, корейский и японский, турецкий, испанский, итальянский и украинский. 
Установление подобных программ на персональные компьютеры сле-
дователей существенно бы облегчило их труд при проведении с использо-
ванием компьютера следственных действий. К примеру, при проведении до-
проса, очной ставки, программа переводила бы живую речь в текст, и сле-
дователю необходимо было бы только проверить правильность данного пе-
ревода и отредактировать текст. При этом следователь был бы сосредоточен 
непосредственно на следственном действии, не отвлекаясь на набор текста. 
Используя данные разработки (программы) можно достаточно быстро 
и качественно следователю, лицу исполняющему поручение об оказании со-
действия, составить протокол проводимого следственного действия. 
Подводя итоги исследованной темы, необходимо констатировать, что 
проблема процессуального оформления действий по собиранию, закреплению 
и исследованию доказательств является важнейшей при организации предвари-
тельного расследования. Традиционное осуществление уголовного судопроиз-
водства посредством оформления следственных и иных процессуальных дей-
ствий на бумажных носителях информации уже не соответствует современному 
уровню развития информационных технологий. В настоящее время в Респуб-
лике Беларусь по аналогии с другими странами стремительно развивается ис-
пользование информационных систем в различных сферах жизнедеятельности. 
Уголовный процесс в общей тенденции использования современных информа-
ционных технологий не должен стать исключением. 
Переход на электронную форму уголовного дела имеет ряд неоспори-
мых преимуществ в сравнении с бумажным носителем: 
а) единообразный подход к систематизации материалов уголовного 
дела или доследственной проверки;  
б) снижение рисков фальсификаций материалов уголовного дела, 
ошибок при составлении процессуальных документов; 
в) возможность осуществления процессуального контроля по матери-
алу проверки либо уголовному делу в режиме реального времени; 
г) автоматизация ведения статистики по заявлениям (сообщениям) 
о преступлениях, уголовным делам; 







В настоящее время имеются все предпосылки внедрения в отечествен-
ный уголовный процесс элементов электронного уголовного дела и новей-
ших достижений информационных технологий. 
Вместе с тем полная замена привычного варианта осуществления до-
следственной проверки и предварительного расследования на электронную 
модель возможна лишь в случае обеспечения её должной защиты от виру-
сов, вредноносных программ, а также хакерских атак. 
«Оцифровка» уголовных дел может стать весьма эффективным ново-
введением, которое будет способствовать оптимизации процесса предвари-
тельного расследования и всего уголовного судопроизводства. На наш 
взгляд, вести речь о полном отказе от бумажных носителей информации 
и переходе на электронные уголовные дела еще рано. Однако уже сейчас 
возможно и даже необходимо использовать электронные документы (с при-
данием им официально закрепленного доказательственного статуса на 
уровне процессуального закона) при осуществлении прокурорского 
надзора, ведомственного и судебного контроля. Это будет способствовать 
организации действенного контроля за качеством и законностью деятельно-
сти следователей, сокращению сроков уведомлений, получения санкций 
и согласований, позволит снизить возможность фальсификаций и исправле-
ний в уголовных делах. Все это положительным образом скажется на сроках 
проведения расследования и качестве уголовных дел. 
В условиях белорусской действительности данная форма информаци-
онного обеспечения имеет все те же положительные черты, что и при пол-
ном переходе к электронному уголовному делу. Однако исчезает ряд воз-
можных процессуальных и организационных проблем. 
Активное применение в ходе досудебного производства видеоконфе-
ренцсвязи, а также внедрение в практическую деятельность других новей-
ших информационных технологий будет способствовать упрощению и со-
кращению времени, затраченного на проведение следственных и процессу-
альных действий. 
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Рассматриваются возможные пути совершенствования способов взаимодействия сле-
дователя с органом дознания при производстве предварительного расследования. 
Ключевые слова: ключевые слова: следователь, предварительное следствие, орган до-
знания, лицо, осуществляющее дознание. 
 
Possible ways of improving the methods of interaction of the investigator with the inquiry body 
during the preliminary investigation are considered. 
Keywords: keywords: investigator, preliminary investigation, body of inquiry, person conduct-
ing the inquiry. 
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