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ブラインドCDMAによる RFIDタグのアンチコリジョン
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↑大阪大学大学説基礎工学研究科 〒560-8531大阪府豊中市待兼山町1-3
芯mail:↑{shiomi，okamura}@ee.es.osak加はc.jp
あらまし DS-CDMAのブラインド逆拡散技術によりただ一つのアンテナとただ一度のクエリしか必要としないRFID
アップリンク信号のアンチコリジョン技術を提案した。タグは混信を回避するためクエリ毎に符号を乱数生成してデー
タを拡散する。未知符号で拡散された信号を復号するために独立成分分析によるブラインド逆拡散をおこなう。多数
屈のクエリが不要となるためにリーダとタグの簡で捜雑な制舗をしなくてもよい。ブラインド逆拡散は特別なハード
ウェアを必要とせずプロトコルを極めて単純にで、きることから、確実で高速なタグやリーダをより安価に実現できる
可能性がある。
キーワード RFID，アンチコリジョン，ブラインド CDMAう独立成分分析
Anti-collision of RFID Tags using Blind CD MA Technique 
Hidehisa SHIOMIT and Yasuyuki OKAMURAt 
↑Graduate School of Engineering Science， Osaka University 
Machikaneyama 1-3， Toyonaka蜘輔輔喝
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Abstract This report presents an antiωcollision method which requires only one query with only one antenna using 
blind de-spread technique for RFID uplink. RFID tags spread the d叫asignal by the one-time spread code every 
query to avoid the interference from other tags. The blind de-spread technique using ICA can decode the signals 
spread by unknown codes. The advantage of proposed method is simplification of the control sequence between 
RFID reader and tags.針。mthese simplicity， itis believed that the robust， high-speed and low-cost RFID system 
is realizable. 
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1.まえがき
RFIDシステムにおいて、複数のタグを早く確実に読み取る
ことは大変重要である。しかしながら、 RFIDのアップリンク
におけるアンチコリジョン技術の確実性は十分であるとは言い
難い。なぜなら、従来より広く用いられている多数回のクエリ
を必要とするスロット付きアロハなどの時分割再送信方式では、
電波伝搬の要因によってすべてのクエリが成功するとは銀らな
いためである。著者らは、ただ一度のクエリしか必要としない
アンチコリジョン技術について検討してきた。これまでに、ア
レイアンテナを用いて同一スロットで発せられたタグの混信信
聞29幅
号を分離する技術を提案[1]し有益な結果が得られたが、十分
な数のタグに対応するには多数の受信アンテナを必要とするた
めに実現が閤難であった。
本報告では、直接拡散符号分割多重 (DS-CDMA)方式を用
いて、ただ一つのアンテナとただ一度のクエリしか必要とし
ないアンチコリジョン技術を提案する。読み取り毎に随時生成
される未知の符号で拡散されたタグからのアップリンク信号を
復号するため、 CDMA方式の通信システムにおけるブライン
ドユーザ検出技術[2]，[4]を応用してブラインド逆拡散をおこ
なう。まず、想定したシステム構成とプロトコルについて述べ
る。次に、ブラインド逆拡散について述べ、最後に、基礎的な
シミュレーションをおこないブラインド逆拡散によりアップリ
ンク信号が復号できることを示す。
2. ブラインド DS・CD乱1A方式アップリンク
本研究において想定したシステム構成を図 1に示す。また、
ブラインド DS-CDMAによりタグを読み取る基本プロトコル
を表1に示す。本システムは、 1台のRFIDリータ 1本のアン
テナ、 1台のブラインド逆拡散処理装置、そして複数の RFID
タグから構成される。タグを読み取るために、まず、リーダは
クエリ信号を送出する。リーダからのクエリ信号を受信したそ
れぞれのタグはクエリ毎に更新される符号 (OneTime Spread 
Code)でデータを拡散してから後方散乱波を変調する。このと
き、リーダには未知の符号で誌散された後方散乱波が到来する。
ここで、リーダのアンテナで観測される電波は複数のタグから
到来する後方散乱波が互いに干渉した合成波である。一般に、
スペクトル拡散信号の逆拡散には拡散符号が必要であるが、受
信時点のリーダでは拡散符号は未知である。そこで、観測信号
の統計的性質から未知の拡散符号を推定して送信データを復
元するブラインド逆拡散処理装置を用いる。逆拡散された送信
データはリーダで解釈され、適切な処理が行われる。
基本プロトコルにおいて、タグへの電源供給に関連する以外
の読み取り毎に繰り返される部分は (3)から (7)である。 リー
ダからはコマンド(クエリ信号)とトリガの送出をおこなうだ
けでよい。タグではコマンドを処理して乱数発生した拡散符号
で返信データを拡散するだけでよい。リ ーダにおいて、タグか
らの応答が衝突しているか判定したり、タグの休眠コマンドを
送出したりする必要はなく、また、タグにおいても、リーダか
らのコマンド待ちをしたり、休眠コマンドを処理したり、再活
性化処理をしたりする必要はない。これにより、不完全な通信
によってタグが不活性のまま電源断ま7でマスクされてしまった
りすることも発生しない。 CDMAを用いることでプロトコル
が非常に簡素化され、その複雑さゆえに発生する問題も解消す
ることがわかる。
3. DS-CDMAのブラインド逆拡散
RFID 
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BLlND ANTENNA 
DE-SPREAD 
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図 1 想定したシステムの基本構成
表 1 プラインド DS-CDMAの基本プロトコル
(1) リーダは起動信号を送信し、タグの起動に必要な
所定の時間待機する。
(2) タグは起動信号を受信し電源が入ると、初期設定
の後に待機する。
(3) リーダはクエリ信号を送信し、タグの処理に必要
な所定の時間待機する。クエリ信号にはチップ長
の情報も含まれる。
(4) タグはクエリ信号を受信すると、送り返すデータ
を生成すると共に、与えられたチップ長の拡散符
号を任意に生成する。このとき、リーダでは各タ
グの生成した拡散符号は未知である。
(5) リーダからトリガ信号を送信し、タグからの後方
散乱波を記録する。
(6) タグはデータと拡散符号のコンボリューションに
より生成した鉱散信号で後方散乱波を変調し、必
要なデータを送信した後、再び初期設定の後に待
機する。
(7) リー ダは受信した後方散乱波をプラインド逆拡散
により復号する。
(8) 必要な回数だけ (3)から繰り返す。リー ダからの
電源供給が停止されれば、タグは自動的に電源が
落ちる。
タグで生成する DS-CDMA信号のモデルを図 2に示す。上 タ繰り返し周期を、ムtは拡散符号のチップ繰り返し周期を、
段 (DATA)がタグからリ ーダへ送るデー夕、中段 (SPREAD Si(t)は第 I番目のタグのデータを、包りは第j拡散チップを、
CODE)がデータを拡散する符号、下段 (SPREADSIGNAL) Sij(t)は拡散後の変調信号をそれぞれ示す。RFIDではリーダ
が後方散乱波を変調する信号で、 PN符号で示した。ムTはデー からクロックを供給するためデータスロット及びチップスロツ
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受信信号のシミュレーション結果図 3
DS-CDMA信号図 2
し、式 (2)のように観測信号の線形結合y(t)を作ったとき、
トは完全に同期していると仮定した。また、多くの場合、タグ
(2) y(t) = Wx(t) リーダで包絡線検波した信では ASK変調が用いられるため、
Iを満たすような行列 W を見つければ行列 WUA号は直流ノ守イアスを有するが、信号処理の仕組みから直流パイ
y(t) = s(t)が得られる。または、 WUAがそれぞれの行とアスは無視できるので、簡単のため、以降直流成分は零として
列にただひとつの値を持ちそれ以外が零となるとき、 y(t)はリー ダアンテナで観測される信号を等価このとき、一議論する。
s(t)と実質的に一致する。低域系の複素数値信号で表しシリアルーパラレル変換のように
タグの送信データ Si(t)が互いに統計的に独立で、かつ、拡各々のチップスロット毎に並べたベクトルx(t)を式 1に示す。
このよう散符号行列 Uのランクがタグ数Nより大きければ、
(1) x(t) = UAs(t) 
なW を独立成分分析[3]により容易に決定することができる。
タグは互いに空間的に離れた場所に位置しそれぞれ独立に動作
することを考え、本研究ではタグから送られてくるデータは互
いに独立であると仮定した。U = [ Ul
シミュレー ション4. 
実際の無線環境では式 (1)に加法性雑音N(t)が受信機によ
ー ，
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本シミュレーシヨンでは式 (3)を用いた。タグ数N= 10、ス
ロット数M=10、データ長 1.6kピット、雑音電力は観測信号ここで、町(t)は時刻 tに属する第jチップスロットの観測信
の分散 σzと雑音信号の分散 ση の比で SNR=40dBとした。号、白は第 iタグからリーダアンテナまでの伝送係数である。
また、伝送係数は簡単のために A=Iとした。式 (1)より観測ベクトルx(t)は送信データの線形結合で表せ
リーダアンテナでは同期検波をおこなうものと仮定した。
RFIDシステムでは搬送波とクロッ。クをリーダ側から供給する
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リー ダにおいて
x(t)のみが既知、 U、Aが未知の条件でs(t)を推定したい。も
ることがわかる。RFIDタグの読み取りの際、
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図 4 受信信号の分離結果
テナとただ一度のクエリしか必要としない RFIDアップリンク
信号のアンチコリジョン技術を提案した。タグは混{雲を回避す
るためクエリ毎に符号を乱数生成してデータを拡散する。未知
符号で拡散された信号を復号するために独立成分分析によるブ
ラインド逆拡散をおこなう。多数密のクエリが不婆となるため
にリーダとタグの間で複雑な制御をしなくてもよい。
タグから送られた後方散乱波を拡散チップ照期でシリアルー
パラレル変換することで独立成分分析による逆拡散に必要な信
号が得られる。拡散符号のチップ数は混信したタグ数と等しい
か大きくなければならない。タグの送信データ系列は互いに統
計的に独立である必要がある。もし、独立で、なければ十分独立
となるようなランダム信号を付加する。読み取り時間はスロッ
ト数 xシンボル数に比例する。
10個のタグから到来するデータ長1.6kビットの混信波を SN
比 40dBの環境下で分離するシミュレーションを行った。すべ
ため、搬送波周波数、シンボルタイミンク:サンプルタイミン ての信号を SINR19dB程度の良好な精度で分離することがで
グはすべて理想的に同期すると仮定した。リーダアンテナで観 きた。
測される後方散乱波の等価低域波形の実部を図3に示す。綴軸 ブラインド逆拡散は特別なハードウェアを必要とせずプロト
はシンボル周期で正規化した時間を示す。各タグからの信号が コルを緩めて単純にできることから、確実で高速なタグやリー
干渉してシンボル周期で複雑な変動をしているのが観測でき ダをより安価に実現できる可能性がある。
る。また、拡散チップの周期でもより細かな変動をしているこ
とがわかる。虚部も同様な変化を示した。
受信信号をシリアルーパラレル変換した拡散チップ毎の信号
x(t)を独立成分分析した結果を図4に示す。独立成分分析には
ω( t)は第i番タグの送信データ Si(t)に対応する復元データを
示す。 10信号のうち、第 1、第 2信号だけ代表して表示した。
上段が第 1タグの復元データ Y1(t)と送信データ Sl(t)を、下
段が第2タグの復元データ Y2(t)と送信データ S2(t)をそれぞ
れ示した。第 1タグ第 2タグともに復元データと送信データ
がよく一致する事を篠認した。復元データに含まれる残菱電力
と送信データ成分の電力との比 SINRは式 (4)で示され、本シ
ミュレーションではそれぞれ、 19.5dB、19.1dBであった。十
分によい分離結果が得られた。また、表示していない残りの 8
信号も向様によく一致することを確認した。
E[YiSj]2 SIN~ =max 
j-E[y7JE[s;l -E[ν均J2
5. まとめ
(4) 
DS-CDMAのプラインド逆拡数技術によりただ一つのアン
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