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Abstrakti
Teknologjia informatike dita ditës po zhvillohet në mënyrë rapide.
Në vitet e 1990-ta rrjetet telekomunikuese në botë filluan digjitalizimin e plotë
masovik. Ditëve të sotme inovacionet në domenin e komunikimeve satelitore, në telefoni pa
tela dhe në komunikimin wireless me komutim paketi, kanë zvogëluar në masë të madhe
koston e komunikimeve.
Në fillim rrjetat pa tela ishin privilegj për personat të cilët qëndronin mirë
ekonomikisht, kurse sot ato janë nevojë e përditshme i të gjithë personave që posedojnë
pajisje mobile qoftë atyre të prehrit, xhepit apo dorës. Pra, nevoja e informimit kudo dhe në
çdo kohë ka bërë që njerëzit sot të jenë shumë më të informuar se sa pak vite më parë.
Megjithëse komunikimi pa tela është tashmë pjesë e pashmangshme e infrastrukturës
rrjetëzuese (dhe Internetit), sot në treg kemi një spektër të gjërë teknologjish. Thjeshtë, nuk
ekziston asnjë teknologji pa tela e cila do të mund ti plotësonte nevojat univerzale. Ndërsa,
nevojat janë nga më të ndryshmet, sikur: mbulueshmëria, shpejtësia e komunikimit,
dimenzionet fizike të pajisjeve (për arsye të mobilitetit), shpenzimi i energjisë së pajisjeve
komunikuese etj. Andaj, në këtë punim janë paraqitur të gjitha aspektet e lartëpërmendura
dhe, teknologjitë përkatëse janë klasifikuar sipas kërkesave të përdoruesit. Duke qenë se
karaktersitikat e shtresës fizike dhe asaj të linkut definojnë performancat e teknologjisë në
funkcion të metrikës së përmendur, punimi në një masë të madhe prezanton faktorët kyç të
modulimit dhe kodimit, të brezeve të frekuencave, të kakteristikave të transceiverave, të
metodave të qasjes në link dhe të multipleksimit.
Rezultatet e kësaj analize japin klasifikimin e qartë të rrjeteve wireless në pikëpamje
të pikës së aplikimit varësisht nga karakteristikat inxhinierike të teknologjive përkatëse

Fjalët kyçe: Rrjetat pa tela, WiMAX, antenat, 3G, siguria e rrjetave, valët
elektromagnetike.
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1

Hyrje
Sipas [1] dhe [3] modeli i referimit të sistemeve të hapura bashkë komunikuese

(ang. Open Systems Interconnection - OSI) ishte zhvilluar nga Organizata Ndërkombëtare
për Standardizim (ang. International Organization for Standardization – ISO)1si një model
për arkitekturën e protokolleve të kompjuterit dhe si një kornizë punuese për zhvillimin e
standardeve të protokolleve. OSI modeli përbëhet nga shtatë shtresa:
•

Aplikacioni,

•

Prezantimi,

•

Sesioni,

•

Transporti,

•

Rrjeti,

•

Lidhja e të dhënave, dhe

•

Fizike.

Figura 1 ilustron OSI modelin dhe ofron një përkufizim të shkurtër të funksioneve
që kryhen në secilën shtresë. Synimi i OSI modelit është që të zhvillohen protokollet për të
ofruar funksionet e çdo shtrese.
Dizajnerët e OSI modelit supozuan që ky model dhe protokollet e zhvilluara brenda
tij do të dominojnë komunikimet kompjuterike, eventualisht do të zëvendësojnë
implementimet e protokolleve aktuale dhe rivalizojnë modelet e shumë prodhuesve siç janë
TCP/IP. Kjo nuk ka ndodhë. Ndonëse janë zhvilluar shumë protokolle me vlerë në
kontekstin e OSI, modeli i përgjithshëm shtatë shtresorë nuk ka lulëzuar. Në vend të saj, ka
dominuar arkitektura TCP/IP. Për këtë rezultat ka një numër të arsyeve. Ndoshta arsyeja më
e rëndësishme është që protokollet kryesore TCP/IP ishin matur dhe testuar në kohën kur
OSI protokolle të ngjashme ishin në fazën e zhvillimit. Kur bizneset filluan të njohin

1

ISO nuk është një akronim (në të cilin rast do të mund të ishte IOS), por një fjalë, e rrjedhur nga Greqishtja

isos që do të thotë i barabartë.

1

nevojën e ndërveprimit nëpërmjet rrjetave, në dispozicion ishte vetëm TCP/IP dhe i
gatshëm. Një shkak tjetër është që OSI modeli pa nevojë është kompleks, me shtatë shtresa
për përmbushje atë që TCP/IP e përmbushë me më pak shtresa.
Aplikacioni
Ofron qasje tek OSI hapësira për përdoruesit dhe gjithashtu ofron shërbimet e informatave
të shpërndara.
Prezantimi
Ofron pavarësi në proceset e aplikacionit nga dallimet në paraqitjen e të dhënave.
Sesioni
Ofron strukturën e kontrollit për komunikim ndërmjet aplikacioneve; krijon, menaxhon dhe
përfundon lidhjet (sesionet) ndërmjet aplikacioneve ndërvepruese.
Transporti
Ofron transferim të besueshëm dhe transparent të të dhënave ndërmjet pikave fundore;
ofron rimëkëmbjen e gabimeve dhe kontrollin e rrjedhës në të dy skajet.
Rrjeti
Ofron shtresat e mësipërme të pavarura nga transmetimi i të dhënave dhe kalimi i
teknologjive që janë përdorur për të lidhur sistemet; përgjegjës për vendosjen, mirëmbajtjen
dhe përfundimin e lidhjeve.
Lidhja e të dhënave
Ofron transferim të besueshëm të informatave nëpërmjet lidhjes fizike; dërgon blloqet
(kornizat) me sinkronizim të nevojshëm, kontrollin e gabimeve dhe kontrollin e rrjedhës.
Fizike
Shqetësohet me transmetimin e rrjedhës së pastrukturuar të bitëve nëpërmjet mediumit
fizik; merret me karakteristikat mekanike, elektrike, funksionale dhe procedurale që t’i
qaset mediumit fizik.
Figura 1 Shtresat e OSI modelit
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Figura 2 ilustron shtresat e arkitekturave TCP/IP dhe OSI, duke paraqitur
ngjashmëritë e përafërta në funksionalitetin ndërmjet tyre.
OSI

TCP/IP

Aplikacioni
Prezantimi

Aplikacioni

Sesioni
Transporti (host – to host)
Transporti
Interneti
Rrjeti
Qasja në rrjet
Lidhja e të dhënave
Fizike

Fizike
Figura 2 Krahasimi i arkitekturave të protokolleve OSI dhe TCP/IP
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2.1 Pikësynimi i shtresës fizike
Në [20] theksohet se shtresa fizike e një OSI modeli siguron mjetet për të
transportuar bitët nëpërmjet mediave të rrjetave që vijnë nga korniza e DLL-it. Kjo shtresë
e pranon plotësisht një kornizë nga DLL-ja dhe e kodon atë si një varg të sinjaleve që janë
transmetuar nga mediat lokale. Bitët e koduar që e formojnë një kornizë ose janë pranuar
nga një pajisje fundore ose nga një pajisje e ndërmjetme.
Dërgimi i kornizave nëpërmjet mediave lokale kërkon elementet e shtresës fizike
sipas [16] si në vijim:
•

Mediat fizike dhe konektorët e asociuar,

•

Përfaqësimin e bitëve në media,

•

Kodimi i të dhënave dhe informatave të kontrollit,

•

Qarqet transmetuese dhe marrëse në pajisjet e rrjetit.

Në këtë fazë të procesit komunikues, të dhënat e përdoruesit janë segmentuar nga
shtresa e transportit, të vendosura në paketa nga shtresa e rrjetës, dhe pastaj të
përmbledhura si korniza nga DLL. Qëllimi i shtresës fizike është që të krijoj sinjale
elektrike, optike dhe mikrovalore që përfaqësojnë bitët në çdo kornizë. Këto sinjale pastaj
dërgohen përnjëherë në media. Gjithashtu detyrë e pjesës fizike është për të rifituar këto
sinjale individuale nga mediat, të rikthehen në përfaqësuesit e bitëve të tyre, dhe t’i
përcjellin këta bit tek DLL-i si një kornizë e plotë.
Mediat nuk e mbajnë kornizën si një entitet të vetëm, ato mbartin sinjalet veç e veç
për të përfaqësuar bitët të cilët e krijojnë kornizën.
Janë tre forma themelore të media rrjetave në të cilat janë përfaqësuar të dhënat:
•

Kabllot e bakrit,

•

Fibrat optik, dhe
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•

Pa tela (ang. Wireless).

Përfaqësimi i bitëve, d.m.th. lloji i sinjalit, varet nga lloji i medias. Për mediat me
kabllo bakri, sinjalet janë modele të pulseve elektrike. Për mediat me fibra optik, sinjalet
janë modele të dritës. Për mediat pa tela, sinjalet janë modele të radio transmetimeve.

2.2 Standardet e shtresës fizike
Shtresa fizike sipas [20] dhe [16] përbëhet nga hardueri, i zhvilluar nga inxhinierët,
në formën e qarqeve elektronike, mediave, dhe konektorëve. Prandaj, është e përshtatshme
që standardet të cilat e rregullojnë këtë harduer janë të përcaktuara nga organizatat
përkatëse të inxhinierisë elektrike dhe të komunikimit. Për krahasim, protokollet dhe
operimet e shtresave të sipërme të OSI modelit janë kryer nga softuer dhe janë dizajnuar
nga inxhinierët e softuerit dhe shkencëtarët kompjuterik. Shërbimet dhe protokollet në
suitën TCP/IP janë të përcaktuara nga ana e grupit punues të inxhinierisë së internetit
(IETF) në kërkesa për komentim (RFC). Ngjashëm me teknologjitë që ndërlidhet me
shtresën e lidhjes së të dhënave (DLL), teknologjitë e shtresës fizike janë të përcaktuara nga
organizata të tilla siç janë:
•

Organizata ndërkombëtare për standardizim (IOS),

•

Instituti i inxhinierëve elektrik dhe elektronik (IEEE),

•

Instituti kombëtar amerikan standardeve (ANSI),

•

Bashkimi ndërkombëtar i telekomunikimit (ITU),

•

Aleanca e industrisë elektronike/ Asociacioni i industrisë telekomunikuese
(EIA/TIA),

•

Autoritetet telekomunikuese kombëtare si Komisioni federal i komunikimit (FCC)
në SHBA.
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Figura 3 Krahasimi i standardeve të shtresës fizike dhe standardeve të shtresave të larta.

2.3 Teknologjitë dhe hardueri i shtresës fizike
Teknologjitë e përcaktuara nga këto organizata përfshijnë katër zona të standardeve
të shtresës fizike:
•

Vetitë fizike dhe elektrike të mediave,

•

Vetitë mekanike (materialet, dimensionet, pinët) të konektorëve,

•

Përfaqësimi i bitëve nga sinjalet (kriptimi),

•

Përcaktimi i sinjaleve të informatave të kontrollit.

Komponentët e harduerit siç janë rregullatorët e rrjetit (NIC), ndërfaqet dhe konektorët,
materialet e kabllos, dhe dizajnët e kabllos të gjitha janë përcaktuar në standardet që
ndërlidhen me shtresën fizike.

2.4 Parimet themelore të shtresës fizike
Tre parimet themelore të shtresës fizike janë:
•

Komponentët fizik,

•

Kodimi i të dhënave, dhe

•

Sinjalizimi.

Elementet fizike janë pajisjet harduerike elektronike, midat dhe konektorët që
transmetojnë dhe bartin sinjalet për të pasqyruar bitët.
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Kodimi është një metodë e konvertimit të e rrjedhës së të dhënave bitësh në kode të
paracaktuara. Kodet janë grupe të bitëve të përdorura për të ofruar mostër të parashikuar që
mund të njihet si nga dërguesi ashtu edhe nga pranuesi. Përdorimi i mostrave të
parashikuara ndihmon dallimin e bitëve të të dhënave nga bitët kontrollues dhe ofron
zbulim më të mirë të gabimit në media. Përveç krijimit të kodit për të dhënat, metodat e
kriptimit në shtresën fizike gjithashtu mund të ofrojnë kode për qëllime kontrolli siç mund
të jetë identifikimi i fillimit dhe mbarimit të një kornize. Hosti transmetues do të transmetoj
mostrën e posaçme të bitëve ose një kod për të identifikuar fillimin dhe fundin e një
kornize.
Sipas [13] dhe [19] shtresa fizike duhet të gjenerojë sinjale elektrike, optike apo pa tela
që pasqyrojnë vlerat “1” dhe “0” në media. Metoda e pasqyrimit të bitëve quhet metoda
sinjalizuese. Standardet e shtresës fizike duhet të përcaktojnë llojin e sinjalit që pasqyron
një “1” dhe një “0”. Kjo mund të jetë aq thjeshtë sa ndryshimi në nivelin e një sinjali
elektrik apo një impulsi optik ose një metode më komplekse.

Figura 4 Parimet themelore të shtresës fizike.
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2.5 Llojet e rrjetave pa tela
Sipas [1], [4], [5], [7] dhe [8] si tek rrjetat me tela, rrjetat pa tela mund të klasifikohen
në shumë lloje bazuar në distancën mbi të cilën mund të transmetohen të dhënat. Rrjetat pa
tela po përhapen sa herë e më shumë, përshpejtohen nga komunikimi i teknologjive të reja
komunikuese, pajisjeve pa tela me kosto të ultë, dhe qasje më e gjerë e disponueshmërisë së
Internetit. Këto rrjeta po ndryshojnë mënyrën se si njerëzit përdorin kompjuterët e tyre dhe
pajisjet tjera elektronike në punë, shtëpi, dhe kur udhëtojnë. Ka shumë teknologji
komunikuese pa tela që mund të dallohen nga frekuenca, brezi i gjerësisë, rangu, dhe
aplikimet. Këtu do të shqyrtojmë organizimin e rrjetave pa tela në katër kategori (figura 5).
Këto kategori rreshtohen nga rrjetat pa tela me hapësirë të gjerë (WWAN), të cilat
mbulojnë hapësirën më të gjerë gjeografike, deri në rrjetat pa tela të hapësirës personale
(WPAN), të cilat mbulojnë më pak se 10 metra.

Figura 5 Teknologjitë e qasjes pa tela
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2.6 Sinjalizimi dhe kodimi fizik: Pasqyrimi i bitëve
2.6.1 Sinjalizimi i bitëve për mediat
Përfundimisht, të gjitha komunikimet nga rrjeti njerëzor kthehen në shifra binare, të cilat
transportohen në mënyrë individuale nëpërmjet mediave fizike.
Ndonëse të gjithë ata bit që e formojnë një kornizë pasqyrohen në shtresën fizike si
një njësi, transmetimi kornizës nëpërmjet mediave shfaqet si një rrjedhë e bitëve të
dërguara të gjithë përnjëherë. Shtresa fizike pasqyron çdo bit në kornizë si një sinjal. Çdo
sinjal i vendosur në media ka një kohë të caktuar për ta “okupuar” median. Kjo pasqyrohet
si koha e bitit të tij. Sinjalet përpunohen nga pajisja pranuese dhe kthehen si bit të
pasqyruar. Në shtresën fizike tek nyja pranuese, sinjalet janë shndërruar në bit. Pastaj bitët
kontrollohen për fillim dhe mbarim të modeleve të kornizës për të përcaktuar se a është
pranuar krejtësisht korniza. Pastaj shtresa fizike i dërgon të gjithë bitët e kornizës tek
shtresa e lidhjes së të dhënave. Dërgimi i suksesshëm i bitëve kërkon disa metoda
sinkronizimi ndërmjet dërguesit dhe pranuesit. Sinjalet që pasqyrojnë bitët duhet të
kontrollohen në kohë të posaçme përgjatë kohës së bitit për të përcaktuar në mënyrë të
drejtë nëse sinjali pasqyron një “1” ose një “0”. Sinkronizimi përmbushet me përdorimin e
një ore. Në LAN, secili skaj i transmetimit mirëmban orën e tij. Shumë metoda sinjalizuese
përdorin tranzicione të parashikuara në sinjal për të ofruar sinkronizimin ndërmjet orëve të
pajisjeve dërguese dhe pranuese.
2.6.2 Metodat sinjalizuese
Bitët pasqyrohen në medium duke ndryshuar një apo më shumë nga karakteristikat
vijuese të sinjalit [20]:
•

Amplitudën,

•

Frekuencën, dhe

•

Fazën.
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Natyra e sinjaleve aktuale që pasqyrojnë bitët në media sipas [9] varet nga përdorimi i
metodës sinjalizuese. Disa metoda mund të përdorin një atribut të sinjalit për të pasqyruar
një 0 të vetme dhe një atribut tjetër të sinjalit për të pasqyruar një 1 të vetëm. Si një
shembull, me NRZ një vlerë 0 mund të pasqyrohet nga një nivel i tensionit në media
përgjatë kohës së bitëve dhe një vlerë 1 mund të pasqyrohet në media nga një nivel tjetër i
tensionit në media. Gjithashtu ka metoda të sinjalizimit që përdorin tranzicionet, apo
mungesën e tranzicionit për të treguar një nivel logjik. Për shembull kodimi Manchester,
pasqyron një 0 nga një tranzicion prej tensionit të lartë në të ultë në mesin e kohës së bitit.
Për 1 është tranzicioni prej tensionit të ultë në të lartë në mesin e kohës së bitit. Metoda e
përdorur e sinjalizimit duhet të jetë kompatibile me një standard ashtu që pranuesi mund ti
detektoj dhe dekriptoj sinjalet. Standardi përmban një marrëveshje ndërmjet transmetuesit
dhe pranuesit se si ti pasqyrojnë ata 1-shet dhe 0-të. Nëse nuk ka marrëveshje të sinjalizimit
- do të thotë, nëse janë përdorur standarde të ndryshme në secilin skaj të transmetimit – do
të dështoj komunikimi nëpërmjet mediumit fizik. Metodat sinjalizuese për të pasqyruar
bitët në media mund të jenë komplekse. Ne do të shqyrtojmë dy teknika të thjeshta për të
ilustruar konceptin.

Figura 6 Mënyrat e pasqyrimit të sinjalit në medium
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2.6.3 Sinjalizimi NRZ
Si shembullin e parë, do ta ekzaminojmë një metodë të thjeshtë sinjalizuese, moskthimi në
zero (NRZ). Në NRZ, rrjedha e bitëve është transmetuar si një seri e vlerave të tensionit të
paraqitura si në figurën 7. Vlera e ultë e tensionit pasqyron një 0 logjike dhe vlera e lartë e
tensionit pasqyron një 1-she logjike. Vargu i tensionit varet nga standardi i posaçëm i
shtresës fizike që përdoret.
Kjo metodë e thjeshtë e sinjalizimit është e përshtatshme vetëm për lidhjen e të
dhënave me shpejtësi të ngadalshme. Sinjalizimi NRZ përdorë gjerësinë joefikase dhe është
i ndjeshëm ndaj interferencave elektromagnetike. Përveç kësaj, kufijtë ndërmjet bitëve
individual mund të humbin si pasojë e transmetimit të vargjeve të gjata të 1-sheve dhe 0-ve.
Në atë rast, nuk detektohen tranzicione të tensionit në media. Prandaj, nyjet pranuese nuk
do ta përdorin një tranzicion për të ri sinkronizuar kohët e bitëve me nyjën transmetuese.

Figura 7 Bitët sinjalizues për transmetim NRZ
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2.6.4 Kodimi Manchester
Sipas [9] dhe [16] në vend të transmetimit të bitëve dhe pulseve të vlerave të
thjeshta të tensionit, në skemën e kodimit Manchester, vlerat e bitëve janë pasqyruar si
tranzicione tensioni. Për shembull, një tranzicion prej tensionit të ultë në tensionin e lartë
pasqyron një bit vlerë 1. Një tranzicion prej tensionit të lartë në tension të ultë pasqyron një
bit vlerë 0. E paraqitur si në figurë, duhet të shfaqet një tranzicion i tensionit në mes të çdo
bit kohe. Ky tranzicion mund të përdoret për të siguruar që bit kohët në nyjet pranuese janë
sinkronizuar me nyjën transmetuese. Tranzicioni në mes të bit kohës ose do të jetë i kthyer
në drejtimin lartë ose poshtë për çdo njësi të kohës në të cilën është transmetuar një bit. Për
bit vlerat e njëpasnjëshme, një tranzicion i kufijve të bitëve “drejton lartë” tranzicionin e
duhur të mesit të bit kohës që pasqyron bit vlerën.
Megjithatë kodimi Manchester, nuk është mjaft efikas për tu përdorur në shpejtësi
më të larta sinjalizuese, përdoret metoda sinjalizuese nga 10Base T Ethernet (Kartela e
rrjetit e cila punon me 10 Megabit në sekondë).

Figura 8 Bitët sinjalizues për transmetimin e kriptimit Manchester
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2.6.5 Kodimi - Grupimi i bitëve
Në seksionin paraprak sipas [9] dhe [16], përshkruam procesin sinjalizues se si janë
pasqyruar bitët në media. Në këtë seksion, do ta përdorim fjalën kodim për të pasqyruar
grupimin simbolik të bitëve para se të prezantohen në media. Me përdorimin e hapit kodues
para se të vendosen sinjalet në media, ne përmirësojmë efikasitetin në transmetimin e të
dhënave me shpejtësi më të madhe. Pasi ne përdorim shpejtësi më të mëdha në media,
ekziston mundësia që të dhënat mund të korruptohen. Me përdorimin e grupeve koduese,
mund ti zbulojmë gabimet me më efikasitet. Përveç kësaj, pasi që rriten kërkesat për
shpejtësi të të dhënave, ne kërkojmë mënyra për të pasqyruar më shumë të dhëna nëpërmjet
mediave, duke transmetuar më pak bit. Grupet koduese ofrojnë një metodë të pasqyrimit të
këtyre të dhënave. Shtresa fizike e një pajisje rrjeti duhet ta ketë aftësinë e zbulimit sinjalet
legjitime të të dhënave dhe të injoroj sinjalet e rastësishme të të dhënave të cilat gjithashtu
mund të jenë në mediumin fizik. Rrjedha e sinjalit të transmetuar duhet të filloj në atë
mënyrë që pranuesi e njeh fillimin dhe fundin e kornizës.

2.6.6 Modelet sinjalizuese
Një mënyrë për të ofruar zbulimin e kornizës është që çdo kornizë të filloj me modelet e
sinjaleve duke pasqyruar bitët ashtu që shtresa fizike i njeh si paraqitje e fillimit të një
kornize [5]. Një model tjetër i bitëve do të sinjalizoj fundin e kornizës. Bitët sinjalizues që
nuk janë përshtatur në këtë mënyrë janë injoruar nga standardi i përdorur në shtresën fizike.
Bitët e vlefshëm të të dhënave duhet që të grupohen në një kornizë; përndryshe, bitët e të
dhënave do të pranohen pa ndonjë kontekst që iu jep atyre kuptimin për në shtresat e
mësipërme të modelit të rrjetit. Kjo metodë e inkuadruar mund të ofrohet nga shtresa e
lidhjes së të dhënave , shtresa fizike, apo nga të dyja. [17] Figura paraqet disa pikësynime
të modeleve sinjalizuese. Modelet sinjalizuese mund të paraqesin: fillimin e kornizës,
fundin e kornizës dhe përmbajtjet e kornizës. Këto modele sinjalizues mund të dekriptohen
në bit. Bitët janë pasqyruar si kode. Kodet pasqyrojnë se ku fillojnë dhe mbarojnë kornizat.
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Figura 9 Njohja e sinjaleve të kornizës

2.6.7 Grupet koduese
Sipas [21] dhe [20] teknikat e dekodimit përdorin modele të bitëve që quhen simbole.
Shtresa fizike mund të përdori një varg të kriptuar të simboleve – të quajtur grupet koduese
–për të pasqyruar të dhënat e dekriptuara apo informatat kontrolluese. Një grup kodues
është një sekuencë e njëpasnjëshme e bit kodeve të cilat janë interpretuar dhe pasqyruar si
modele i bit të dhënave. Për shembull, bit kodet 10101 mund të pasqyrojnë bit të dhënat
0011. E paraqitur në figurën 10, grup kodet shpesh janë përdorur si një teknikë
ndërmjetësuese kriptuese për LAN teknologji me shpejtësi më të madhe. Ky hap në
shtresën fizike ndodhë para gjenerimit të sinjaleve të tensioneve, pulseve të dritës apo radio
frekuencave. Duke i transmetuar simbolet, janë zgjeruar aftësitë e zbulimit të gabimit,
sinkronizimit të kohës ndërmjet pajisjeve dërguese dhe pranuese. Këto janë çështje të
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rëndësishme në përkrahjen e transmetimeve me shpejtësi të lartë nëpërmjet mediave.
Megjithëse përdorimi i grupeve koduese paraqet një përparim të lartë në formën e
transmetimit të ekstra bitëve, ato përmirësojnë fuqinë e një lidhje komunikimi. Kjo është
pjesërisht e saktë për transmetimin e të dhënave në shpejtësi të larta.
Përparësitë e përdorimit të grupeve koduese përfshijnë:
•

Reduktimi i gabimeve në nivel të bitëve,

•

Kufizimi i energjisë efektive të transmetuar në media,

•

Ndihmesa në dallimin e bitëve të të dhënave nga bitët kontrollues,

•

Zbulim më i mirë i gabimeve në media.

2.6.8 Reduktimi i gabimeve në nivel të bitëve
Për të zbuluar në mënyrë të drejtë një bit të vetëm si 0 ose 1, pranuesi duhet të dijë
si dhe kur ta paraqes sinjalin në media. Kjo kërkon që koha ndërmjet pranuesit dhe
dërguesit të jetë e sinkronizuar. Në shumë teknologji të shtresës fizike, janë përdorur
tranzicionet në media për këtë sinkronizim. Nëse është transmetuar mostra e bitëve mos
krijoni tranzicione të shpeshta, mund të humbet kë sinkronizim dhe mund të shfaqet gabimi
i bitit individual. Grupet koduese janë dizajnuar ashtu që detyrojnë të shfaqet një numër të
mjaftueshëm i tranzicioneve të bitëve në media për ta sinkronizuar këtë kohezion. Ato e
bëjnë këtë duke përdorur simbolet për të siguruar që të mos përdoren shumë 1-she dhe 0 në
rresht.
2.6.9 Kapaciteti i mbartjes së të dhënave
Media fizike të ndryshme përkrahin transportimin e bitëve në shpejtësi të ndryshme.
Transportimi i të dhënave mund të matet në tre mënyra:
•

Bandwidth (Gjerësia e brezit),

•

Throughput (Përcjellshmëria), dhe

•

Goodput (Mirë vendosja).
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2.6.10 Bandwidth
Kapaciteti i një mediumi për transportimin e të dhënave është përshkruar si të dhëna të
papërpunuara në media. Gjerësia e brezit digjital matë shumën e informatave e cila mund të
rrjedhë prej një vendi në tjetrin për kohën e caktuar. Zakonisht gjerësia e brezit matet me
kilobit për sekondë (kbps) ose megabit për sekondë (Mbps). Gjerësia praktike e një rrjeti
është përcaktuar nga kombinimi i faktorëve: vetive të medias fizike dhe teknologjisë së
zgjedhur për sinjalizim dhe zbulim të sinjaleve të rrjetit. Vetitë e medias fizike, teknologjitë
e tashme, dhe ligjet e fizikës, të gjitha luajnë rol në përcaktimin e gjerësisë së brezit në
dispozicion.

Njësia në gjerësinë e brezit

Shkurtesa Ekuivalenca

Bit për sekondë

Bps

1 bps = njësia themelore e gjerësisë së brezit

Kilobit për sekondë

Kaps

1 kbps = 1 000 bps = 103bps

Megabit për sekondë

Mbps

1 Mbps = 1 000 000 bps = 106 bps

Gigabit për sekondë

Gbps

1 Gbps = 1 000 000 000 bps = 109 bps

Terabit për sekondë

Tbps

1 Tbps = 1 000 000 000 000 bps = 1012 bps

Figura 10 Njësitë e gjerësisë së brezit, përcjellshmërisë dhe mirëvendosjes.

2.6.11Throughput
Përcjellshmëria është matja e transferimit të bitëve në media për një kohë të caktuar.
Për shkak të një numri faktorësh, përcjellshmëria zakonisht nuk përputhet me brezin
e posaçëm të gjerësisë në implementimet e shtresës fizike si kartela e rrjetit (ang.
Ethernet). Shumë faktorë influencojnë përcjellshmërinë. Ndër këta faktorë është
sasia e trafikut, lloji i trafikut dhe numri i pajisjeve të rrjetit që hasen në rrjet duke u
matur. Në topologjinë me shumë qasje si Ethernet, nyjet garojnë për qasje në media
dhe përdorim të tyre. Prandaj, përcjellshmëria e çdo nyje është degraduar me rritjen
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e përdorimit të mediave. Në një rrjet të brendshëm apo rrjet me shumë segmente,
përcjellshmëria nuk mund të jetë më e shpejtë sesa lidhja më e ngadalshme e shtegut
prej burimit në destinacion. Edhe nëse shumica e segmenteve e kanë brezin e
gjerësisë të lartë, do ta marrë vetëm një segment në shteg me përcjellshmëri të ulët
për të krijuar rrugën e ngushtuar për përcjellshmëri të tërë rrjetit.
2.6.12 Goodput
Është krijuar njësia e tretë matëse për të matur transferimin e të dhënave të
dobishme. Ajo njësi matëse njihet si mirë vendosje. Mirë vendosja është njësia matëse që
matë transferimin e të dhënave të dobishme brenda një kohe të caktuar, dhe është njësia më
me interes tek përdoruesit e rrjetit. E paraqitur në figurën 11, mirë vendosja matë transferin
efektiv të të dhënave të përdoruesit ndërmjet entiteteve të shtresës s aplikacionit, të tilla si
ndërmjet procesit të një ueb serveri burimor dhe një pajisje të ueb serverit të përcaktuar.
Ndryshe nga përcjellshmëria, e cila matë transferimin e bitëve dhe jo transferimin e të
dhënave të dobishme, mirë vendosja numëron bitët e përkushtuar ndaj protokolleve. Mirë
vendosja është përcjellshmëria minus trafiku i sipërm për themelimin e sesioneve,
pranimeve, dhe enkapsulimi. Si një shembull, paramendoni dy hoste në një LAN duke
transferuar një skedar. Gjerësia e brezit të LAN-it është 100 Mbps. Për shkak të ndarjes dhe
mediave të sipërme përcjellshmëria ndërmjet kompjuterëve është vetëm 60 Mbps. Me
prirjen e procesit të enkapsulimit të raftit TCP/IP, rangu aktual i të dhënave të pranuara nga
kompjuteri i destinuar, mirë vendosja është vetëm 40 Mbps.

17

Figura 11 Përcjellshmëria e të dhënave është performanca aktuale e rrjetit. Mirë vendosja
është njësia matëse për transferimin e të dhënave të dobishme pasi të mënjanohet
protokolli i prirjes së trafikut.

2.6.13 4B / 5B
Një shembull, do ta shqyrtojmë një shembull të grupeve koduese të quajtur 4B/5B.
Grupet koduese që tani përdoren në rrjetet moderne në përgjithësi janë më komplekse. Në
këtë teknikë, 4 bitët e të dhënave janë kthyer në 5 bit simbole të koduara për transmetim
nëpërmjet sistemit të medias. Në 4B/5B secili bajt që transmetohet është thyer në katër bit
pjesë dhe është koduar si vlera pesë bitëshe të njohura si simbole. Këto simbole pasqyrojnë
të dhënat që duhet transmetuar ashtu edhe vargun e kodeve që ndihmon kontrollin e
transmetimit në media. Midis kodeve janë simbolet që tregojnë fillimin dhe fundin e
transmetimit të kornizës. Edhe pse ky proces i shtohet transmetimit të bitëve, gjithashtu i
shton tiparet që ndihmojnë transmetimin e të dhënave në shpejtësi më të larta. 4B/5B
siguron që ka së paku një ndryshim të nivelit për kod për të ofruar sinkronizimin. Shumica
e kodeve të përdorura në 4B/5B balancojnë numrin e 1-sheve dhe 0-ve të përdorura në çdo
simbol. Në figurën 12, janë paraqitur 16 kombinime nga 32 të mundshme të grupeve
18

koduese që janë shpërndarë nëpër bitët e të dhënave, dhe grupet e koduara të mbetura janë
përdorur për simbolet kontrolluese dhe simbolet invalidë. Gjashtë simbole janë përdorur për
funksione të posaçme për identifikimin e tranzicionit nga të dhënat e ndaluara në të dhëna
kornizë dhe fundin e rrjedhës. Dhjetë simbolet e mbetura pasqyrojnë kodet invalidë.
Kodet e të dhënave

Kodet kontrolluese dhe invalidë
5B simboli

4B kodi

5B simboli

0000

11110

Ndaluar

11111

0001

01001

Fillimi i rrjedhës

11000

0010

10100

Fillimi i rrjedhës

10001

0011

10101

Fundi i rrjedhës

01101

0100

01010

Fundi i rrjedhës

00111

0101

01011

Gabim transmetimi

00111

0110

01110

Invalid

00000

0111

01111

Invalid

00001

1000

10010

Invalid

00010

1001

10011

Invalid

00011

1010

10110

Invalid

00100

1011

10111

Invalid

00101

1100

11010

Invalid

00110

1101

11011

Invalid

01000

1110

11100

Invalid

10000

1111

11101

Invalid

11001

Figura 12 4B/5B simbolet e koduara
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2.7 Valët elektromagnetike dhe përhapja e tyre
Sipas [14] dhe [15] dihet se energjia bartet nëpërmjet fushës elektromagnetike. Kjo
fushë prej gjeneratorit deri te shpenzuesi gjithmonë përhapet në formë të valëve
elektromagnetike. Në mënyrë që kjo bartje e energjisë të kanalizohet (përcillet) prej
gjeneratorit deri te shpenzuesi nëpër rrugë të caktuara, përdoren sisteme të ndryshme. Për
rastin e frekuencave të ulëta kjo lidhje e gjeneratorit me shpenzuesin bëhet nëpërmjet dy
përçuesve, me ç ‘rast forma e përçuesve nuk është e rëndësishme. Mirëpo, në frekuenca të
larta kjo lidhje nuk mund të realizohet me përçues të formave arbitrare, për shkak se
përçuesit e tillë do të krijojnë efekte parazitare të padëshiruara dhe të dëmshme dhe kësisoj
humbet një pjesë e konsiderueshme e energjisë së sinjalit.
Në mënyrë që puna e qarqeve të këtilla të jetë funksionale duhet që lidhjet ndërmjet
elementeve të kenë karakteristika të definuara dhe të mundësojnë përcjelljen e energjisë
elektromagnetike prej njërit deri te elementi tjetër me sa më pak humbje dhe efekte tjera të
padëshiruara.
Në [14] theksohet se në princip lidhja ndërmjet elementeve mund të realizohet
nëpërmjet valëve elektromagnetike të lira ose nëpërmjet valëve të kanalizuara (përcjellura).
Te bartja e energjisë me valë të lira (pa përçues) gjeneratori lidhet me një antenë dhënëse
detyra e së cilës është të rrezatojë (emetojë) valë në hapësirën e lirë. Nëse kjo energji,
nëpërmjet valëve elektromagnetike, duhet të bartet vetëm te një marrës, rrezatimi (emetimi)
i antenës dhënëse duhet të jetë sa më i orientuar kah marrësi i caktuar.
Bartja e energjisë me valë të lira elektromagnetike bëhet në radio dhe TV, lidhjet
mobile dhe stacionare të radio-lidhjeve, në teknikën e radarëve dhe navigacionit etj. Duhet
të theksohet se energjia e bartur prej dhënësit deri te marrësi nëpër hapësirën e lirë bie me
katrorin e largësisë ndërmjet antenës dhënëse dhe asaj marrëse. Sipas rregullit, vetëm një
pjesë e energjisë së dhënësit arrin deri te marrësi, por kjo mjafton që bartja e
informacioneve të jetë e suksesshme.
Mënyra e dytë e lidhjes së gjeneratorit dhe shpenzuesit është nëpërmjet valëve
elektromagnetike sipas një rruge të dëshiruar. Sistemet për përcjelljen e valëve janë linjat
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dhe valëpërcjellësit. Linjat janë sisteme që përbëhen prej dy ose më tepër përçuesve (p.sh.
linja ajrore, linja koaksiale etj.), ndërsa valëpërcjellësit përbëhen vetëm prej një përçuesi
(p.sh. gypi i zbrazët metalik me prerje tërthore kënd drejtë ose cilindrike ose përçuesi i
mveshur me një shtresë të hollë dielektrike), ose vetëm dielektriku (fijet optike).
Disa nga format e linjave për bartjen e energjisë janë paraqitur në figurën 13.

Figura 13 Llojet e rëndomta të linjave transmetuese.

a) Linja në formë pllakash paralele, b) Linja koaksiale, c) Linja me dy përçues.
Lloji kryesor i valëve që përhapet në linjat konvencionale është ai i tipit TEM (valët
transverzale elektromagnetike), pra valët të cilat vektorët e fushës elektrike dhe magnetike
janë normal në boshtin e linjës, përkatësisht në drejtimin e përhapjes. Për ndryshim nga
valët transverzale elektrike (TE) dhe ato transverzale magnetike (TM), të cilat janë të
mundshme vetëm kur largësia ndërmjet përçuesve është e rendit të gjatësisë valore, valët
TEM përhapen për çfarëdo frekuence, me kusht që linja të ketë së paku dy përçues.
Pra, valët elektromagnetike janë formë e veçantë e fushës elektromagnetike e cila
lëvizë në krahasim me vështruesin. Kjo lëvizje paraqet shpejtësinë e përhapjes së valës.
Karakteristikë themelore e valës elektromagnetike është se fusha e saj gradualisht
dobësohet duke u larguar nga burimi. Pra, thuhet se vala përhapet nga burimi. Ekzistojnë
lloje të ndryshme të valëve, p.sh. antena dhënëse shkakton (emeton) valën elektromagnetike
e cila, në hapësirë të zbrazët, përhapet në formë radiale në të gjitha drejtimet (edhe pse në
disa drejtime fusha është më e fortë se në drejtime tjera), paraqet një valë sferike. Pra po
shihet se shpejtësia e përhapjes së valës varet nga mjedisi në të cilin ekziston vala. Më vonë
do të shihet se në hapësirën e zbrazët vala përhapet me shpejtësi të dritës. Nga na tjetër, në
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substancë, shpejtësia e përhapjes së valës varet nga frekuenca. Dukuria e varësisë së
shpejtësisë së përhapjes së valës nga frekuenca quhet dispersion.
Sipas [15] lloji më i thjeshtë i valës elektromagnetike është e ashtuquajtura vala e
rrafshët. Valët e tilla në natyrë nuk ekzistojnë. Mirëpo, nëse vala sferike e cila krijohet nga
antena në një domen që gjendet larg nga antena, dhe ky domen është relativisht i vogël, ajo
valë konsiderohet se është e rrafshët.
− Valët e rrafshëta janë me interes të veçantë teorik dhe praktik prandaj edhe studiohen
për arsye se:
− teoria e përhapjes së valëve të rrafshëta është shumë më e thjeshtë nga pikëpamja
matematikore se sa në rastet e valëve sferike, cilindrike etj.,
− shumë rezultate që nxirren për valët e rrafshëta vlejnë edhe për valë të llojeve tjera,
− në mjedise të kufizuara të hapësirës, dhe në largësi të mëdha nga burimet e rrezatimit,
sipërfaqet valore mund të konsiderohen si të rrafshëta, prandaj në mjaft raste valët e
rrafshëta elektromagnetike shërbejnë për modelimin e llojeve tjera të valëve që janë
më të ndërlikuara se sa ato të rrafshëta.
2.7.1

Valët e rrafshëta në mjediset homogjene pa humbje
Nga të gjitha valët elektromagnetike më të thjeshtat për studim janë valët e

thjeshta periodike. Nga ana tjetër, [14] thekson se valët elektromagnetike, fushat e të cilave
janë funksione të përbëra periodike, nëpërmjet të analizës së Furjes, mund të zbërthehen në
shuma të kufishme ose të pakufishme të funksioneve të thjeshta periodike, për çka
zmadhohet rëndësia e valëve të thjeshta periodike.
Vetitë e valës së rrafshët elektromagnetike mund të përmblidhen si vijon:
1. Vektorët

dhe

të valës së rrafshët elektromagnetike janë normal ndërmjet veti

dhe shtrihen në rrafshin normal ndaj drejtimit të përhapjes. Kahu i përhapjes së valës është i
përcaktuar me kahun e vektorit të Pointingut

,
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2. Intensitetet e vektorëve

dhe

në rrafshet që janë normal në drejtimin e përhapjes

së valës janë të njëjtë në të gjitha pikat e një rrafshi të këtillë,
3. Marrëdhënia ndërmjet vektorëve

dhe

në çfarëdo pike dhe në çfarëdo momenti

është i barabartë me impedancën e mjedisit ku përhapet vala,
4. Shpejtësia e përhapjes së valës në hapësirën e zbrazët është e barabartë me
shpejtësinë e përhapjes së dritës.
Në figurën 14 janë paraqitur skematikisht vetitë e valëve të rrafshëta.

H – intensiteti i fushës magnetike, E- intensiteti i fushës elektrike
Figura 14 Vetitë e valëve të rrafshëta

2.7.2 Valët transverzale elektromagnetike (TEM)
Pasi që vala e rrafshët uniforme që karakterizohet me vektorin e fushës elektrike
ndaj bushtit xpërhapet në kahun pozitiv të boshtit z ka komponentin e vektorit të intensitetit
të fushës magnetike

ndaj bushtit y. Prandaj vektorët

dhe

janë normal në njëri tjetrin,

dhe që të dy janë normal në drejtimin e përhapjes, përkatësisht shtrihen në rrafshin tërthor
(transveral) , kështu që valët e këtilla quhen valë transverzale elektromagnetike (TEM).
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2.7.3 Nevoja për lidhje
Lidhja është transporti i paanshëm i informatave ndërmjet dy pikave të skajshme.
Lidhja ofron mundësi unike për ngritje ekonomike dhe zhvillim njerëzor. Mund të
rregulloi dhe zhvilloi një diapazon të gjerë të aplikacioneve të biznesit, social dhe akademik
– nga tregtia elektronike (ang. E-commerce) deri tek qasja e tregjeve financiare, gjeneron
punësim tek praktikat e përmirësuara agronome, edukim ne distanca të largëta të
telemjekësisë, dhe nga menaxhimi mjedisor dhe monitorimi për parandalimin dhe
menaxhimin e fatkeqësive.
Lidhja nuk është një koncept i ri. Në fund të fundit, ajo ka një të kaluar kur njerëzit
ndër vepronin me njëri tjetrin duke përdorur simbole dhe gjeste. Me ardhjen e teknologjisë
së re siç është Interneti, celularët, rrjetat pa tela dhe satelitët, lidhja kurrë njëherë nuk ka qe
në e njëjtë. Lidhja sjell qasjen në informata, e cila zgjidhë kapitalin njerëzor dhe ngritë
produktivitetin dhe ndarjen e njohurive, posaçërisht në zonat e shërbyera ku më së shumti
është detyruar. Sot, lidhja po shkon kah valës së re të formës komunikuese dhe po tkurr
botën, duke na dhënë mënyra të reja bashkëveprimi dhe është në proces të shndërrimit të
mënyrës së kryerjes së aktiviteteve ekonomike dhe sociale.
Pasi që komunikimi ndërmjet njerëzve po bëhet më i domosdoshëm dhe po përhapet
më shumë, në mënyrë dramatike po ndryshon struktura shoqërore dhe mënyra se si njerëzit
po bashkëveprojnë. Posta elektronike (ang. e-mail), shërbimi i mesazheve të shkurtra (ang.
SMS), mesazhet e menjëhershme, telefonat celular, forumet në internet, bisedat dhe video
konferencat- të gjitha mundësojnë dhe madje inkurajojnë mënyrat e komunikimit dhe
ndërlidhjen me të tjerët që janë krejtësisht ndryshe nga ato që kanë qenë më parë.
Komunikimi digjital është duke shkuar kah një përmirësim substancial i lidhjes së
njerëzve anembanë botës. Nga ky përmirësim i lidhjes kanë përfituar njëlloj si bizneset
ashtu edhe shoqëria.
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2.7.4 Përhapja e valëve të rrafshëta në mjedisin e jonizuar
Shtresat e sipërme të atmosferës, përafërsisht ndërmjet 50 km dhe 500 km mbi
sipërfaqen e tokës, janë në formë të shtresave të gazrave të jonizuar. Kjo shtresë e jonizuar
e atmosferës quhet jonosferë. Lartësia dhe karakteri i shtresave të jonizuara varet nga
natyra e rrezatimit diellor dhe nga kompozicioni (përbërja) i atmosferës. Meqë atmosfera ka
ndikim të theksuar në përhapjen e valëve elektromagnetike dhe në efektin e
telekomunikimeve fillimisht nuk do të përfillen ndeshjet ndërmjet joneve dhe molekulave
të gazrave, do të thotë që nuk përfillet dobësimi i valës elektromagnetike.

2.7.5 Reflektimi dhe transmetimi i valëve
Në kushte reale valët e rrafshëta rrallë herë përhapen nëpër mjedisin homogjen.
Rëndom, më herët ose më vonë, gjatë rrugës së përhapjes së valës gjendet ndonjë objekt me
veti të ndryshme nga mjedisi në të cilin përhapet vala. Nëse një valë elektromagnetike bie
mbi një rrafsh që i ndan dy mjedise homogjene, atëherë një pjesë e valës do të reflektohet
prapa në mjedisin e parë prej nga ka ardhur, ndërsa pjesa tjetër e valës do të transmetohet
(thyhet) në mjedisin e dytë. Duhet të theksohet se vala reflektuese gjithashtu është valë e
rrafshët, ndërsa në mjedisin e dytë (nëse nuk është përçues ideal) në përgjithësi vala është e
rrafshët dhe progresive.

2.8 WiFi: 802.11 LAN rrjetat pa tela
Sipas [1], [6], [13] dhe [18] përhapjet në vendet e punës, në shtëpi, institucione
arsimore, lokale të ndryshme, aeroporte dhe vende pritjeje, LAN lidhjet pa tela tani janë
teknologjitë më të rëndësishme të pikave të qasjes së rrjetave në Internet. Ndonëse janë
zhvilluar shumë teknologji dhe standarde për LAN pa tela në vitet 1990-ta, një klasë e
pjesshme e standardeve qartazi është shfaqur si fituese: IEEE 802.11 LAN rrjeti pa tela, e
njohur edhe si WiFi. Këtu do të shqyrtojmë për së afërmi 802.11 LAN rrjetat pa tela, do ta
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shqyrtojmë strukturën e kornizës së saj, protokollin e qasjes së mediumit të tij dhe
ndërlidhjen e rrjetës së brendshme të 802.11 LAN-it me Ethernet LAN.
Ekzistojnë disa 802.11 standarde për LAN teknologjinë pa tela, duke përfshirë
802.11b, 802.11a dhe 802.11g. Tabela 1 paraqet karakteristikat kryesore të këtyre
standardeve. 802.11g është teknologjia më e përhapur prej tyre. Ekziston një numër i
pajisjeve dyshe (802.11a/g) dhe treshe (802.11a/b/g)
Tabela 1 Përmbledhja e standardeve IEEE 802.11

Standardi

Rangu i frekuencave (SHBA)

Shpejtësi e të dhënave

802.11b

2.4 – 2.485 GHz

deri në 11 Mbps

802.11a

5.1 – 5.8 GHz

deri në 54 Mbps

802.11g

2.4 – 2.485 GHz

deri në 54 Mbps

Që të tre 802.11 standardet ndajnë shumë karakteristika. Të gjitha përdorin mediumin e
njëjtë për qasje të protokolleve, CSMA/CA, të cilat do t’i përshkruajmë këtu. Gjithashtu, të
gjitha përdorin strukturën e njëjtë të kornizës për kornizat e lidhjes së të dhënave. Që të tre
standardet kanë aftësi për të reduktuar shpejtësinë e transmetimit me qëllim të arritjes së
distancave më të largëta. Këto tre standarde mundësojnë edhe “gjendjen e infrastrukturës”
edhe “gjendjen e rastit” të cilat do ti shtjellojmë këtu. Megjithatë, e paraqitur si në tabelën
1, tre standardet kanë disa dallime madhore në shtresën fizike.
802.11b LAN pa tela ka shpejtësinë e të dhënave prej 11 Mbps dhe operon në
rangun e frekuencave të pa licencuara prej 2.4 – 2.485 GHz, duke konkurruar me spektrin e
frekuencave prej 2.4 GHz të pajisjeve mobile dhe furrave mikrovalore. 802.11a mund të
operojnë rangun e bitëve më të larta, por edhe me frekuenca më të larta. Me operimin në
frekuenca më të larta, 802.11a LAN-ët kanë distanca më të shkurta transmetimi me nivel të
fuqisë së njëjtë dhe vuajnë nga përhapja e shumë shtigjeve (ang. multipath propagation).
802.11g LAN-ët operojnë në rangun e njëjtë të ultë të frekuencave si 802.11b dhe është në
pajtueshmëri me 802.11b (kështu munden klientët 802.11b të gradohen) por me shpejtësi
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më të madhe transmetimi se 802.11a, i lejon përdoruesit e vet që të përdorin dhe hajn keksit
e tyre.
Një WiFi standard relativisht i ri, 802.11n (IEEE 802.11n, 2012), përdorë antena me
hyrje dhe dalje të shumëfishta (MIMO); p.sh., dy apo më shumë antena në anenë dërguese
dhe dy apo më shumë antena në anën pranuese që transmetojnë/pranojnë sinjale në
ndryshme 2 . Varësisht nga skema e përdorur modeluese, janë të mundshme shpejtësitë
transmetuese të disa qindra megabitëve në sekondë me 802.11n.

2.8.1 Arkitektura 802.11
Sipas [1] dhe [6] theksohet se figura 15 ilustron komponentët kryesore të 802.11
LAN arkitekturës pa tela. Blloku themelor i ndërtuar në arkitekturën 802.11 është grupi
themelor i shërbimit (BSS).

Figura 15 LAN arkitektura IEEE 802.11

2

S.N. Diggavi, N. Al-Dhahir, A. Stamoulis, R. Calderbank, “Great Expectations: The Value of Spatial

Diversity in Wireless Networks” Proceedings of the IEEE Vol.92, No.2 (Feb.2004)
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Një BSS përmban një apo më shumë stacione pa tela dhe stacionin qendror, të njohur si
pika e qasjes (AP) në gjuhën 802.11. Figura 15 paraqet AP në secilën prej dy BSS lidhjeve
në një pajisje brenda lidhëse (si suiçi apo ruteri), e cila sipas radhës udhëheq drejt Internetit.
Në një rrjet tipike shtëpiake, ka vetëm një AP dhe një ruter (zakonisht të integruara njëra
tjetrës si një njësi) e cila e lidhë BSS-në me Internetin.
Si tek Ethernet pajisjet, secili 802.11 stacion pa tela ka një 6 bajt MAC adresë që
është i ruajtur në përshtatësin e prodhuesit të stacionit (802.11 ndërfaqja e kartelës së
rrjetit). Secili AP gjithashtu ka edhe MAC adresën për ndërfaqen e tij pa tela. Si tek
Ethernet, këto MAC adresa administrohen nga IEEE dhe (në teori) përgjithësisht janë
unike.
LAN pa tela të cilët shpërndajnë AP shpesh referohen si një infrastrukturë e LANit pa tela, me “infrastrukturë” përfshihen AP përgjatë infrastrukturës Ethenet me tela që
ndërlidhin AP-të me një ruter. Figura 16 paraqet stacionet IEEE 802.11 dhe gjithashtu
mund të grupohen për të krijuar një rrjet të përkohshëm – një rrjet pa kontroll qendrore dhe
pa lidhje me “botën e jashtme”. Këtu, rrjeti është formuar “në fluturim” , nga pajisjet
mobile që e gjejnë në afërsi njëra-tjetrën, që kanë nevojë komunikimi dhe që nuk gjejnë
infrastrukturë të rrjetit para ekzistuese në lokacionin e tyre.

Figura 16 Një rrjet i përkohshëm IEEE 802.11
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Në Tabela 2 do të paraqesim zhvillimin e 802.11 versioneve nëpër vite.
Tabela 2 Zhvillimi i versioneve të IEEE 802.11 dhe Standardet e shtresës fizike

Karakteristikat

Brezi Frekuencor
GHz

Norma e
transmetimit

2.4-2.485

1-2

2.4-2.485

2.4-2.485

1-2
6, 9, 12, 18, 24,
48, 54
5.5, 11

2.4-2.485

5.5, 11

Standardi

Viti

802.11

1997

802.11

1999

versioni i parë, shtresa
fizike, FHSS, DSSS
Revidim

802.11a

1999

OFDM

2.4-2.485

802.11b

1999

802.11d

1999

HR/DSSS
MAC, harmonizim
ndërkombëtar

802.11g

2003

OFDM

2.4-2.485

802.11h
802.11i
802.11n

2003
2004
2010

MAC, TCP, DFS
WPA
MIMO, lidhjet e kanaleve
DSSS,
2.4 GHz
20 MHz
FHSS

1997

802.11

1999

802.11b

2.4 GHz

20 MHz

1999

802.11a

5 GHz

2003

802.11g

2009

802.11n

2013 802.11ac

5
5
2.4, 5

6, 9, 12, 18, 24,
48, 54
54
54
100

N/A

2Mbit/s

DSSS

N/A

11Mbit/s

20 MHz

OFDM

N/A

54Mbit/s

2.4 GHz

20 MHz

DSSS,
OFDM

N/A

542
Mbit/s

2.4 GHz, 5
GHz

20 MHz, 40
MHz

OFDM

MIMO deri 4
rrjedha hapësinore

600
Mbit/s

5 GHz

40 MHz, 80
MHz, 160
MHz

OFDM

MIMO, MUMIMO, deri në 8
rrjedha hapësinore

6.93
Gbit/s

Një rrjet i përkohshëm mund të formohet kur bëhen bashkë njerëzit me laptopët e
tyre (p.sh., në një dhomë konferencash, në tren, veturë etj.) dhe dëshirojnë që të këmbejnë
të dhënat në mungesë të një AP-je qendrore. Është shfaqur një interesim i pamasë në rrjetat

29

e përkohshme, pasi është rritur komunikimi me pajisjet portative. Këtu vëmendja jonë do të
përqendrohet në infrastrukturën e LAN pa tela.

2.8.2 Kanalet dhe shoqërimi
Në 802.11, secili stacion pa tela duhet të shoqërohet me një AP para se të dërgoj apo
pranoj të dhënat e shtresës së të dhënave. Megjithëse, të gjitha standardet e 802.11 përdorin
shoqërimin, këtu do të fokusohemi në kryesisht në kontekstin e IEEE 802.11 b/g. [1]
Kur një administrues i rrjetit instalon një AP, ai cakton një grup identifikues të
shërbimit (SSID) dy ose tre fjalësh në AP. (Kur të shikoni rrjetat në dispozicion – ang.
View avaliable networks, p.sh., në Microsoft Windows XP, lista e paraqitur tregon SSID të
secilit AP që është në dispozicion). Administruesi gjithashtu duhet të caktoj një numër
kanali në AP. Për të kuptuar numrat e kanaleve, përkujtojmë që 802.11 operon në rangun e
frekuencave prej 2.4 GHz deri 2.485 GHz. Prej këtij rangu 85 MHz, 802.11 përcakton
vënien e 11 kanaleve të pjesshme. Cilat do dy kanale janë të pa përcaktuara në qoftë se dhe
vetëm në qoftë se janë të ndara nga katër apo më shumë kanale. Më hollësisht, vargu i
kanaleve 1, 6 dhe 11 është vargu i vetë tre kanaleve të pa përcaktuara. Kjo do të thotë se një
administrues mund të krijoj një LAN pa tela me rangun maksimal transmetues prej 33
Mbps, me instalimin e tre 802.11b AP-ve në lokacionin e njëjtë fizik, përcaktimi i kanaleve
1, 6 dhe 11 në AP, dhe ndërlidhjen e çdo PA me një suiç.
Tani pasi kemi njohuritë themelore për kanalet 802.11, të përshkruajmë një situatë
interesante (dhe jo krejtësisht e pazakontë) –është një xhungël WiFi. Një xhungël WiFi
është çdo lokacion fizik ku një stacion pa tela pranon një sinjal mjaftë të fortë nga dy apo
më shumë AP. P.sh., në shumë kafene në Prishtinë, një stacion pa tela mund të marr sinjale
nga një numër i AP-ve afër. Njëri prej AP-ve mund të jetë ai i cili menaxhohet nga
kafeneja, përderisa AP-të tjerë do të mund të ishin në lokalet afër kafenesë. Secili nga këta
AP me dëshirë do të lokalizohej në IP të ndryshme të nënrrjetit do ta caktonin kanalin në
mënyrë të pavarur.
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Supozoni se po kyçeni në një xhungël WiFi me një kompjuter portativ, dhe jeni
duke kërkuar qasje interneti. Supozoni se ekzistojnë pesë AP në xhungël WiFi. Për të kapur
qasjen e internetit, stacioni i juaj pa tela duhet që saktësisht t’i bashkëngjitet njërit prej nën
rrjetave dhe pastaj nevojitet që saktësisht të shoqëroj njërin prej AP-ve. Shoqërimi do të
thotë se stacioni pa tela krijon një lidhje virtuale ndërmjet vetes dhe AP-së. Në mënyrë
specifike, vetëm AP e shoqëruar do të dërgoj korniza me të dhëna (do të thotë korniza që
përmbajnë të dhëna, siç janë datagramet) tek stacioni i juaj pa tela, dhe stacioni i juaj pa
tela do të dërgoj kornizat e të dhënave në Internet vetëm nëpërmjet AP-së së shoqëruar.
Por, si do të shoqërohet stacioni i juaj pa tela me një AP të posaçme? Dhe më hollësisht, si
e di stacioni i juaj pa tela se cilët AP, nëse ka, ekzistojnë aty në xhungël?
Standardet 802.11 kërkojnë që një AP në mënyrë periodike të dërgoj kornizat
sinjalizuese, secila prej tyre përmban SSID të AP-it dhe MAC adresën. Stacioni i juaj pa
tela, duke ditur që AP-të dërgojnë kornizat sinjalizuese, skanon 11 kanale, duke kërkuar
kornizat sinjalizuese për cilindo AP i cili mund të jetë aty afër (disa prej të cilëve edhe
mund të jenë në të njëjtin kanal – është xhungë aty). Pasi mësuam për AP-të në dispozicion
nga kornizat sinjalizuese, ju (apo hosti i juaj pa tela) zgjedhë një AP për shoqërim.
Standardi 802.11 nuk saktëson një algoritëm për zgjedhjen se cilin AP ta shoqëroj:
ai algoritëm i ka mbetur projektuesve të softuerit dhe harduerit të 802.11 në hostin tuaj pa
tela. Në mënyrë tipike, hosti zgjedhë AP-in nga i cili ka pranuar kornizën sinjalizuese me
sinjalin me fuqinë më të fortë. Pasi që fuqia e sinjalit është e mirë, fuqia e sinjalit nuk është
e vetmja karakteristikë e AP e cila përcakton efektshmërinë që e pranon hosti. Veçanërisht,
është e mundshme që AP i zgjedhur mund ta ketë fuqinë e fortë të sinjalit, por mund të jetë
e tej ngarkuar nga hostët tjerë (të cilët duhet të ndajnë brezin e gjerësisë pa tela tek ai AP),
përderisa nuk zgjidhet një AP i pa ngarkuar për shkak të ndonjë sinjali më të dobët.
Procesi i skanimit të kanaleve dhe dëgjimit të kornizave sinjalizuese njihet si
skanim pasiv (figura 17.a). Një host pa tel gjithashtu mund të kryej një skanim aktiv,
duke transmetuar një kornizë provuese e cila do të pranohet nga të gjithë AP-të brenda
rangut të hostit pa tela, e paraqitur në figurën 17.b. AP-të përgjigjen tek kërkesa për kornizë
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provuese me një kërkesë për kornizë provuese. Hosti pa tela pastaj mund të zgjedh AP-in
me cilin do të shoqërohet midis AP-ve përgjegjës.

Figura 17 Skanimi aktiv dhe pasiv për pikat e qasjes (AP).

[6] Pas zgjedhjes së AP se me cilin të shoqërohet, hosti pa tela dërgon një kërkesë
me kornizë shoqërimi tek AP, dhe AP përgjigjet me një përgjigje me kornizë shoqërimi.
Dihet se ky shtrëngim duarsh i dyti përmes kërkesës/përgjigjes bëhet përmes skanimit
aktiv, pasi që një AP përgjigjet tek kërkesa e kornizës provuese fillestare nuk di se cilin (me
mundësi të shumta) AP përgjegjës do ta zgjedhë hosti për ta shoqëruar, në mënyrë të
ngjashme që një DHCP klient do të zgjedhë nga shumica e DHCP serverëve. Pasi të
shoqërohet me një AP, hosti do të donte të bashkohej me një nën rrjet të cilit i përket AP-i.
Pastaj, hosti do të dërgoj një DHCP mesazh zbulues tek nën rrjeti përmes AP me qëllim të
marrjes së një IP adrese në atë nën-rrjet.
Me qëllim të krijimit të shoqërimit me një AP të posaçëm, stacionit pa tela mund ti
kërkohet që ta vërtetoj vetë veten në AP. LAN rrjeti pa tela 802.11ofron një numër të
alternativave për vërtetësi dhe qasje. Një qasje, e përdorur nga shumë kompani, është
autorizimi i qasjes në një rrjet pa tela bazuar në MAC adresën e stacionit. Qasja e dytë, e
përdorur nga shumica e internet kafeve, shfrytëzojnë emrat e përdoruesve dhe fjalëkalimet.
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Në të dy rastet, AP komunikon me një server vërtetësie, duke ndërlidhur informatat
ndërmjet pikës fundore të rrjetit pa tela dhe serverit për vërtetësi duke përdorur protokollin
si RADIUS apo DIAMETËR. Ndarja e serverit për vërtetësi nga AP mundëson që një
server vërtetësie t’ju shërbejë shumë AP-ve, duke centralizuar vendimet (shpesh të
ndjeshme) e vërtetësisë dhe qasjes brenda një serveri, dhe kështu duke mbajtur kostot dhe
kompleksitetin e AP-së në nivelin e ultë.

2.8.3 Modulim kodim OFDM, FHSS
Sistemi OFDM siguron mes të tjerash përparësi të forta për mënyra të shumta te modulimit
me frekuencë dhe zgjidhje të ndryshme, barazim të thjeshtë dhe një spektër me të mirë
efektiv për shkak të teknikave moduluese të zgjedhura. Kapacitetin e optizuar për shkak të
fleksibilitetit në kohë dhe në domenin e frekuencës. Një mbulim i zgjeruar i siguruar nga
një nën kanal dhe një dizajn i shkallëzuar për të mbështetur kërkesën e veçantë për dhënien
e radio-performancës së ruajtur.

Nënbartësit
Për të arritur një OFDM sistem duhet të aplikohen dy kushte:
1. Në një FFT interval çdo nënbartës ka disa numra të ciklit të numrave të plotë, dhe
2. Ndryshimi mes mbajtësve të afërt është një cikël më larg.

2.9 WiMAX
Sipas [4] dhe [7] theksohet se WMAN-ët mbulojnë një distancë shumë më të madhe
se WLAN-ët, lidhin ndërtesat me njëra-tjetrën në një gjerësi më të madhe gjeografike.
Zhvillimi i WiMAX teknologjisë (ditëve të sotme 802.16d dhe në një të ardhme të afërt
802.16e) edhe më tej do të mundësoj lëvizshmërinë dhe do të reduktoj besimin e rrjetave
me tela.
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WiMAX është term stenografik i ri për standardin IEEE 802.16, i njohur edhe si
Ndërfaqe ajrore për sistemet e qasjes pa tela në sistemet e fiksuara kabllore. Versioni
fillestar i standardit 802.16, aprovuar nga Nju Jorku bazuar nga IEEE më 2002, operon në
brezin e frekuencave prej 10 deri 66 GHz dhe kërkon kulla të-linjave-shikuese.
Zgjerimi 802.16a i ratifikuar në mars 2003, nuk kërkon transmetim të-linjaveshikuese dhe lejojnë përdorimin e frekuencave më të ulëta (2 deri në 11 GHz), shumica e të
cilave janë të parregullta. Mburret me rangun e 50 km dhe transferim të të dhënave prej 70
Mbps që mund të përkrahë mijëra përdorues. Standardet vijuese 802.16 janë në përpunim
dhe do të mbulojnë:
• 802.16b – kualiteti i shërbimit,
• 802.16c – ndërveprimi, me protokolle dhe me struktura të suitave-testuese,
• 802.16d –ndreqja e gjërave që nuk mbulohen nga 802.11c, i cili është
standardi për zhvillimin e pikave të qasjes,
• 802.16e – përkrahja për rrjetat mobile si dhe për brezin e gjerë.
2.9.1 Çelësi i suksesit: WiMAX
WiMAX do të bëjë realitet shërbimet e të dhënave të gjithë pranishme me shpejtësi
të lartë .
Sipas [7] imagjinoni një teknologji të vetme pa tela që mund ta bëjë Internetin
portativ duke zgjeruar vatrat e WLAN-ve publik në mbulesë të zonës metropolitane për
ofrimin e shërbimit me përqendrim të të dhënave, duke lidhur ndërmarrjet dhe përdoruesit
rezident në hapësira urbane dhe ndër urbane ku qasja për vendosjen e kabllove prej bakri
është e vështirë, duke tejkaluar ndarjet digjitale nga dorëzimi i rrjetit të gjerë në zona me
densitet të ultë.
Duke iu falënderuar teknologjisë novatore të saj, WiMAX do të ofroj qasje pa tela
të rrjetit të gjerë në rangun prej disa Mbps tek përdoruesit dhe brenda rangut prej disa
kilometrave. Radio teknologjia e njëjtë gjithashtu do të ofroj shërbime të të dhënave me
shpejtësi të lartë tek të gjitha terminalet shtegtuese (laptop, PDA etj.) me një tregti të
34

jashtme të përshtatshme ndërmjet përcjellshmërisë dhe mbulesës. Në fund të fundit, do të
mundësoj përdorimin e internetit në lëvizje, duke përsëritur në lëvizje të njëjtën eksperiencë
të përdoruesit si në shtëpi apo zyre.
Duke i dhënë dobitë e saja të mëdha, WiMAX do të zhvillohet si një zgjedhje e
fuqishme e radio qasjes me shumë sinergji të shkrira në arkitekturat e rrjetave në lëvizje
apo të fiksuara. WiMAX gjithashtu do të mundësoj përdoruesin që të përfitoj nga një
eksperiencë me gjithherë i kyçur më së miri kur ata i qasen aplikacioneve të tyre nëpërmjet
rrjetit më të mirë në dispozicion, në shtëpi apo në lëvizje.
[4] thekson se qasja pa tela e rrjetit të gjerë ka shpëtuar organizatat dhe operatorët
me vite të tëra, me kënaqësinë më të madhe të përdoruesve të tyre. Megjithatë, standardi i ri
i bazuar në IP i zhvilluar nga IEEE 802.16 premton përshpejtimin e adoptimit të
teknologjisë. Do të zgjeroj fushën e përdorimit duke iu falënderuar mundësisë së operimit
në rangun e frekuencave të licencuara dhe të pa licencuara, efektshmëri unike tek kushtet
nuk-shihen-linjat (NLOS), ndërgjegjësimi i kualitetit të shërbimit (QoS), zgjerimi i
bartshmërisë, etj.
Paralelisht, forumi WiMAX, në përkrahje nga udhëheqësit industrial, do të inkurajoj
përshtatjen e përhapur të qasjes pa tela të rrjetit të gjerë duke krijuar një markë për
teknologji dhe duke e shtyrë që të bashkëpunojnë produktet.
WiMAX është zgjedhja e duhur për:
•

Zgjerimit të mbulimit të limituar aktual të WLAN-it publik (vatrat) tek mbulimi i
gjerësisë së qytetit (zonat e nxehta), duke përdorur teknologjinë e njëjtë në shtëpi
dhe në lëvizje.

•

Mbulimi i zonave metropolitane për shërbimet e ofruara të të dhënave të
përqendruara në lëvizje.

•

Ofrimin e qasjes së fiksuar në rrjetin e gjerë në zonat urbane dhe nën urbane ku
kualiteti i bakrit është i dobët apo i shthurur.

•

Prurja e ndarjes digjitale në zonat me densitet të ulët ku faktorët teknik dhe
elektronik e bëjnë shumë sfiduese shpërndarjen e rrjetit të gjerë.
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Fillimisht, WiMAX do të urëzoj ndarjen digjitale, duke iu falënderuar çmimeve
konkurruese të pajisjeve, fusha e shtrirjes së WiMAX do të zgjerohet për të mbuluar tregjet
në të cilat depërton shërbimi telefonit të rëndomtë (POTS), kostot të lartë të DSL thurjes,
apo kualitet i dobët i bakrit ka reaguar si një frenim në zgjerimin e internetit me shpejtësi të
lartë dhe zërit nëpër rrjetin e gjerë.
WiMAX do ta arrij kulmin duke e bërë realitet internetin portativ. Kur të integrohen
WiMAX qarqet e integruara në laptop dhe në pajisjet tjera portative, do të ofroj shërbimin e
të dhënave në lëvizje me shpejtësi të lartë, duke zgjeruar kështu mbulimin e sotëm të
limituar të WLAN-it publik në zonat metropolitane. E integruar në rrjetat e gjeneratave të
reja me roaming më të vogël ndërmjet qasjeve të ndryshme, do të mundësoj përdoruesit që
ta shijojnë eksperiencën e lidhjes gjithherë më të mirë.
Kombinimi i këtyre mundësive e bënë atraktive WiMAX-in për shumëllojshmëri të
njerëzve: operatorët fiks, operatorët në lëvizje, dhe ofruesit e shërbimit të internetit (ISP) pa
tela, por edhe për autoritetet lokale.
2.9.2 Modulimi dhe Kodimi në WiMAX
Këtu do të paraqesim se si PHY si shtresa të përcaktuara në IEEE 802.16&e (2004/5
standarde bashkëkohore), OFDM/OFDMA

dhe SOFDMA në fushat e frekuencave,

planifikimin simbolik dhe kodimin e kanalit, përshtatje linjash – kodimin e kanalit dhe ulje
të skemës, kontroll mekanizmi dhe antena diversiteti dhe shumëfishin hapësinor.
Kështu që mund të themi se IEEE 802.16d bazohet në këtë mënyrë tek ‘fixed WiMAX dhe
IEEE 802.12 e këtu referohet si ‘mobile WiMAX. Përshkrimi teknik i veçantë PHY janë
të dhëna në WiMAX forum – T21/3 dokumentacion ose origjinal IEEE 802.16d standard i
kompletuar [24], [25], [26].
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Figura 18 Shtresat e protokollit Wireless MAN

Shtresa fizike në figurën 18 na ofron ndërfaqen ajrore mes stacionit bazë dhe stacionit
përshkrues në grupet e ndryshme frekuentuese për vargun e tërë te IEEE 802.16.
Kështu kjo shtrirje merr MAC PDUs në PHYSAP dhe i organizon ato për transport mbi
sipërfaqen ajrore.
Kjo ishte rifreskim më i shpejt në 2004 dhe 2005 në 802.16e për të përcaktuar grupin 211GHz me përmirësim si ndarja frekuentuese e punës së shkallëzuar të qasjeve të shumta,
në teknikat e shumta origjinale për WiMAX për OFDM. Rifreskime me të shpejta janë bërë
në 2009 dhe 2011 për të përcaktuar grupet me të gjera dhe veçanërisht Mobile WiMAX.
IEEE802.16 i gjithë standardi përcakton katër shtresa në grupet e licencuara të emëruara si
Wireless MAN SC, Wireless MAN SCa, Wireless MAN OFDM (IEEE 802.16-2004), me
modifikime më të shpejta të një shkalle OFDMA me një me të shpejtë në grupin e
palicencuar, Wireless HUMAN si është treguar në tabelën 3.
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Tabela 3 Përmbledhje për IEEE 802.16 PHY

2.10 Teknologjitë celulare dhe shfaqja e 3G
Sipas [2] WWAN-ët janë rrjetat më të gjëra pa tela dhe janë më të përhapurat sot në
infrastrukturën e zorimit celular, e që gjithashtu kanë mundësinë e transmetimit të të
dhënave. Ofruesit e rrjetave pa tela dhe WAN-ët që kanë përfshirë zorimin celular janë
duke ndryshuar për të bartur të dhënat.
Mbizotërojnë tre teknologji digjitale të celularëve pa tela që shtrihen në nivel
global: Qasja e Shumëfishtë e Ndarjes Kohore (TDMA), CDMA dhe GSM.
TDMA është teknologjia celulare më e vjetër dhe më e thjeshta. Është analogjike
me multipleksimin e ndarjes kohore tek rrjetat me tela. TDMA nuk ka një të ardhme
teknologjike. Shumica e rrjetave pa tela dhe përfundimisht të gjitha shërbimet janë në
procesin e zëvendësimit të saj me teknologji tjera. Shërbimet mobile të gjeneratës së
ardhme të bazuara në teknologjitë 3G në mënyrë të dukshme do t’i përmirësojnë
komunikimet WWAN.
Standardi zyrtar 3G pa tela, i njohur si IMT-2000, ka dy variacione primare të
papërputhshme: CDMA2000 dhe WCDMA, i njohur edhe si UMTS.
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GSM është një sistem i telefonisë mobile digjitale i cili ka një përdorim të gjerë në
Evropë dhe pjesët tjera të botës. GSM përdorë një variacion të TDMA dhe është më i
përhapuri nga tre teknologjitë telefonike digjitale pa tela (TDMA, GSM dhe CDMA).
Progresioni i CDMA-së në teknologjinë 3G është më i lehtë se sa i GSM-së sepse
teknologjitë themelore janë të njëjta. Teknologjia CDMA2000 mund të vendoset në sisteme
të njëjta dhe transmetues të radios si CDMA e trashëguar. Kjo lehtëson kalimin e rrjetit
(sepse të dy rrjetet operojnë njëkohësisht) dhe kalimin e receptorit ( që të dy receptorët e
trashëguar 2G dhe 3G do të operojnë me rrjet të njëjtë).

Figura 19 Teknologjitë dhe lëvizshmëria

Teknika e transmetimit me shumë antena ofrojnë shumëllojshmëri të transmetimit
në sistemet 3G dhe mundësojnë një rritje të konsiderueshme të kapacitetit të lidhjes
shkarkuese. Nuk është koncepti i ri vetëm shumëllojshmëria, megjithëse janë bërë zbulime
të mëdha viteve të fundit. Si shembull, pranimi i shumëllojshëm duke përdorur antena të
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shumta pranuese është teknologjia e matur e cila shpesh është aplikuar tek stacionet bazë
2G për të përmirësuar mbulimin e lidhjes ngarkuese. Megjithatë, për shkak të kostove të
implementimit dhe detyrimeve të hapësirave, metodat e shumëllojshme pranuese nuk janë
të aplikueshme për receptorët mobil. Për këtë shkak, lëshimi i parë 3G i standardit CDMA
aplikon skema të shumëllojshme transmetimi në stacionin bazë për të përmirësuar
qëndrueshmërinë e lidhjes shkarkuese. Këto skema posaçërisht janë dizajnuar për antenat
dy bashkë kanalesh. Këto qëllime për shumëllojshmëri transmetuese zvogëlojnë nevojën e
pozicionimit të shumë antenave në receptorët mobil vetëm për qëllim të rritjes së
shumëllojshmërisë.
Me antena të shumta në stacionin bazë, dhe një antene në lëvizje, lidhja ngarkuese
është një radio kanal SIMO (ang. Single-Input Multiple-Output – shq. një hyrje – shumë
dalje), përderisa lidhja shkarkuese është MISO (ang. Multiple-Input Single-Output – shq.
shumë hyrje – një dalje). Në sistemin MIMO (ang. Multiple-Input Multiple-Output – shq.
shumë hyrje – shumë dalje) ekzistojnë shumë antena si tek transmetuesi ashtu edhe tek
pranuesi. Në kanalet e venitura, këto krijojnë shumëllojshmëri të transmetimit dhe pranimit.
Karakteristika atraktive e një kanali MIMO është që mund të përdoret për të rritur rangun e
të dhënave duke transmetuar në mënyrë simultane vargje të shumta duke përdorur kanale të
ndryshme hapësinore. Thënë lirshëm, shumëllojshmëria e antenave pranuese është përdorur
për t’i ndarë këto vargje nga njëra tjetra, përderisa shumëllojshmëria e antenave dërguese
mund të jetë përdorur për të rritur efikasitetin. Kështu, në një kuptim, një kanal MIMO me
shumë antena e rritë brezin e gjerësisë efektive të një kanali pa tela. Nga ana tjetër, edhe
nëse modemet me shumë antena shmangin disa prej këtyre problemeve, ato kanë tendenca
që të kërkojnë përpunimin e sinjaleve të rënda me qëllim të fitimit të qasjes tek ky brez i
gjerësisë së projektuar në hapësirë. Prandaj, do të rritet ndërlikimi i terminaleve dhe
elementeve të rrjetit, kur të krahasohen me modemet e zakonshëm duke ofruar rangje të
ngjashme të të dhënave me një brez të gjerësisë më të madhe.
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2.10.1 Modulimi dhe kodimi në 3G
OFDM është një teknikë me module shumembajtese me mbajtës të dedikuar
hapësinor në fushën frekuencës. Ortogonaliti ka për qellim adresimin e ISI përgjatë prurjes
,e të mirë të të dhënave me rritje të numrit të nënmbartjes. Në mbartjen e moduluar është
paraqitur nga një ‘sin x’ funksion, pastaj nën-kanalet kalojnë në zero kur ndodh modulimi
ose domodulimi.
Gjenerata e tretë e sistemeve komunikuese pa tela u paraqit në vitin 2000. Qëllimi i tyre
ishte rritja e të dhënave nga 144 kbps te 384 kbps në të gjitha zonat, dhe 2 Mbps në zonat
lokale.
Gjenerata e tretë ofroi shërbime më të avancuara se sa gjenerata e parë dhe e dytë. Përveç
komunikimit me zë, ajo përfshin qasjen në TV, video, webfaqe, email, navigacion, faks etj.
Ka një gjerësi prej 15-20 MHz për shpejtësi të internetit, videove, etj.
Gjenerata e katërt e sistemeve mobile ishte paraqitur në fund të viteve 2000 dhe e gjitha ka
të bëjë me sistemin e rrjetave, shpejtësi të internetit, videove, etj. Qëllimi kryesor i
gjeneratës së katërt ishte rritja e shpejtësisë së internetit, rritja e kualitetit, rritja e
kapacitetit, rritja e sigurisë, dhe shpenzimet (kursimet) e thirrjeve me zë.
Gjenerata e pestë e sistemeve komunikuese pa tela është rrjeti më real botëror i mbështetur
nga LAS-CDMA, OFDM, MC-CDMA, UWB, rrjetet LMDS, etj.
Gjenerata e pestë mund të quhet si rrjetë më perfekt real botërorë i gjeneratës së pestë ishte
të ofronte qasje të pa limituar në internet, dhe nga kush do duke përfituar më të mirën në
botë.
Aktivitetet standardizuese për gjeneratën e pestë kanë filluar tashmë dhe mund të
udhëheqin aftësitë komerciale deri në vitin 2020.
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Figura 20 Diagrami për rrjetin WCDMA
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3

Shqyrtimi i literaturës - shtresa e linkut të rrjetave pa tela
(ang. Link layer)

3.1 Prezantim i shtresës së linkut
Sipas [1] dhe [3] është e arsyeshme që ti referohemi ndonjë pajisje që lëvizë
protokollet në shtresën e linkut si një nyje (ang. node). Nyjet përfshijnë hostet, ruterët,
suiçët dhe pikat e qasjes WiFi. Gjithashtu do t’i referohemi edhe kanaleve komunikuese që
lidhin nyjet e afërta nëpërmjet shtegut komunikues si linçe (ang. links). Me qëllim të
dërgimit të datagramit nga hosti i burimit tek hosti i destinuar, duhet të lëvizë nëpërmjet
secilit link individual deritek shtegu i fundit. Nyja transmetuese enkapsulon datagramin në
kornizë të shtresës së linkut dhe e transmeton kornizën në link. Për ta kuptuar më mirë
shtresën e linkut se si ajo ndërvepron me shtresën e rrjetit po e marrim një shembull të një
agjenti turistik se si ai planifikon që një turist të udhëtoj prej Kosove për në Gjermani.
Agjenti tregtar vendosë që më së volitshmi për turistin do të ishte që ai deri në aeroportin
Adem Jashari të shkonte me veturë, pastaj prej aeroporti deri në aeroportin e Shtutgatit në
Gjermani me aeroplan, dhe së fundmi prej Shtutgartit në destinacionin e tij me tren. Pasi që
ti bëjë agjenti tregtar të tre rezervimet, është përgjegjësi e kompanisë turistike që t’ia
siguroj veturën turistit deri në aeroportin Adem Jashari, është përgjegjësi e kompanisë
ajrore që ta dërgoj turistin në aeroportin e Shtutgartit në Gjermani, dhe është përgjegjësi e
shërbimit të hekurudhave në Gjermani që ta dërgoj turistin nga aeroporti në destinacionin e
tij. Secili nga tre segmentet e udhëtimit është “direkt” ndërmjet dy lokacioneve të “afërta”.
Që të tre segmentet transportuese menaxhohen nga kompani të ndryshme dhe shfrytëzojnë
mjete të ndryshme transportimi (veturë, aeroplan dhe tren). Edhe pse mjetet transportuese
janë të ndryshme, secila nga to ofron shërbimin themelor të bartjes së pasagjerit prej një
lokacioni në lokacioni fqinjë. Në analogji me këtë transportim, turisti është datagrami,
secili segment transportues është linku, mjeti transportues është protokolli i shtresës së
linkut dhe agjenti turistik është protokolli i rutimit.
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3.2 Shërbimi i ofruar nga shtresa e linkut
Në [3] theksohet se shërbimet e mundshme që mund të ofrohen nga një protokoll i
shtresës së linkut përfshihen:
− Inkuadrimi. Pothuajse të gjitha protokollet e shtresës së linkut enkapsulojnë çdo
datagram të shtresës së linkut brenda kornizës së shtresës së linkut para transmetimit
në link. Korniza përbëhet nga një fushë e të dhënave, në të cilën është futur
datagrami i shtresës së rrjetit, dhe një numër i fushave të hederëve. Struktura e
kornizës është përcaktuar nga protokolli i shtresës së linkut.
− Qasja e linkut. Një protokoll i kontrollit të qasjes së mediumit (MAC) përcakton
rregullat me të cilat një kornizë është transmetuar në link. Linçet pikë-për-pikë që
kanë vetëm një dërgues në njërën anë të linkut dhe vetëm një pranues në anën tjetër
të linkut, MAC protokolli është i thjeshtë (apo nuk ekziston) – dërguesi mund të
dërgoj një kornizë kurdoherë që linku është në pritje (ang. idle). Rast edhe më
interesant është kur shumë nyje ndajnë një link transmetues- i ashtuquajturi problem
i qasjes së shumëfishtë. Këtu, MAC protokolli shërben për të koordinuar
transmetimet e kornizave të shumë nyjeve.
− Dërgimi i besueshëm. Kur protokolli i shtresës së linkut ofron shërbimin e dërgimit
të besueshëm, garanton që të lëvizë çdo datagram të shtresës së rrjetit nëpërmjet
linkut pa gabime. Të rikujtojmë se disa protokolle të shtresës së transportit (siç
është TCP) gjithashtu ofrojnë shërbimin e dërgimit të besueshëm. Ngjashëm me
shërbimin e dërgimit të besueshëm të shtresës transportuese, një shërbim i
besueshëm të shtresës së linkut mund të arrihet me pranime (ang. acknowledgments)
dhe ritransmetime. Një shërbim i dërgimit të besueshëm të shtresës së linkut shpesh
përdoret për linkat që janë të prirur në shkallë të madhe të gabimeve, siç janë linkat
pa tela, me qëllim të korrektimit lokal të gabimit- në linkun ku shfaqen gabimet – në
vend të detyrimit të ritransmetimeve fundore të të dhënave nga protokolli i
transportit apo aplikacionit. Megjithatë, dërgimi i besueshëm i shtresës së linkut
mund të konsiderohet një prirje e panevojshme për linçet me gabime të vogla të
bitëve, duke përfshirë lidhjet me fibër, koaksiale dhe shumë prej kabllove të
44

përdredhura të bakrit. Për këtë shkak, shumë protokolle të shtresës së linkut me
kabllo nuk ofrojnë shërbimin e dërgimit të besueshëm.
− Zbulimi dhe korrigjimi i gabimit. Hardueri i shtresës së në nyjën pranuese mundet
që në mënyrë jo korrekte të vendosi se biti në një kornizë është zero pasi që ai është
transmetuar si një, dhe anasjelltas. Gabimet e tilla t bitëve janë paraqitur dobësimi i
sinjalit dhe zhurma elektromagnetike. Sepse nuk është e nevojshme që të përcillet
një datagram i cili ka një gabim, shumë protokolle të shtresës së linkut ofrojnë
mekanizmin e zbulimit të gabimeve të bitëve të tillë. Kjo arrihet duke përfshirë
zbulimin e gabimeve të bitëve të kornizës në nyjën transmetuese, dhe duke përfshirë
nyjën pranuese që të kontrolloj gabimet. Zbulimi i gabimit në shtresën e linkut është
i sofistikuar dhe zbatohet në harduer. Korrigjimi i gabimit është i ngjashëm me
zbulimin e gabimit, përpos që një pranues jo vetëm që zbulon se një gabim ka
ndodhur në kornizë por gjithashtu përcakton saktësisht se ku kanë ndodhur gabimet
në kornizë (dhe pastaj i korrigjon ato).

3.3 Implementimi i shtresës së linkut
Sipas [13] dhe [1] fillohet me pyetjet vijuese: A është zbatuar shtresa e linkut të hostit në
harduer apo softuer? A është zbatuar në një kartelë apo çip të ndarë, dhe si ndërlidhet me
pjesët tjera harduerike të hostit dhe komponentët e sistemit operativ?
Figura 21 paraqet një arkitekturë tipike të hostit. Për shumicën e pjesës, shtresa e linkut
është zbatuar në një përshtatës të rrjetit (ang. network adapter), nganjëherë njihet edhe si
kartela ndërlidhëse e rrjetit (ang. network interface card – NIC). Në zemrën e përshtatësit
të rrjetit është kontrollori i shtresës së linkut, zakonisht një çip i vetëm me qëllim të
posaçëm i cili zbaton shumë shërbime të shtresës së linkut (inkuadrimin, qasjen e linkut,
zbulimin e gabimit etj.). Kështu, pjesa më e madhe e funksionalitetit të kontrollorit të
shtresës së linkut është zbatuar në harduer.
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Figura 21 Përshtatësi i rrjetit: marrëdhënia e tij me komponentët tjera të hostit dhe me
funksionalitetin e raftit të protokolleve.

Në anën dërguese, kontrollori e merr datagramin që është krijuar dhe ruajtur në memorien e
hostit nga shtresat e sipërme të raftit të protokolleve, enkapsulon datagramin në një kornizë
të shtresës së linkut (duke e mbushur kornizën me fusha të ndryshme), dhe pastaj e
transmeton kornizën në linkun komunikues, duke e përcjellë protokollin e qasjes së linkut.
Në anën pranuese, kontrollori e pranon tërë kornizën, pastaj e fragmenton datagramin e
shtresës së rrjetit. Nëse shtresa e linkut kryen zbulimin e gabimit, pastaj është kontrollori
dërgues që vendosë bitët e zbulimit të gabimit në hederin e kornizës dhe është kontrollori i
pranimit ai i cili zbulon gabimin. Figura 21 paraqet një përshtatës të rrjetit të bashkëngjitur
në një magjistrale të hostit (p.sh. magjistralja PCI apo PCI-X), i cili duket i ngjashëm me
cilëndo pajisje tjetër I/O tek pajisjet tjera të hostit. Gjithashtu paraqitet që përderisa
shumica e shtresës së linkut është zbatuar në harduer, një pjesë e shtresës së linkut është
zbatuar në softuerin i cili funksionon në CPU të hostit. Komponentët softuerike të shtresës
së linkut zbatojnë funksionalitete të nivele më të larta të shtresës së linkut si grumbullimi i
informacioneve adresuesve të shtresës së linkut dhe aktivizimi i kontrollorit të harduerit. Në
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anën pranuese, softueri i shtresës së linkut i përgjigjet ndërprerjeve të kontrollorit (p.sh. për
shkak të pranimit të një ose më shumë kornizave), trajtimin e kushteve të gabimit dhe duke
e përcjellë kështu datagramin tek shtresa e rrjetit. Prandaj, shtresa e linkut është kombinim i
harduerit dhe softuerit- vendi në sirtarin e protokollit ku softueri takon harduerin.

3.4 Zbulimi i gabimit dhe teknikat korrigjuese
Sipas [13], [22] dhe [3] theksohet se në seksionin paraprak shqyrtuam zbulimin dhe
korrigjimin e gabimeve në nivelin e bitëve – duke zbuluar dhe korrigjuar bitët e korruptuar
në një kornizë të shtresës së linkut të dërguar prej një nyje fqinje të lidhur fizikisht me
tjetrën – janë dy shërbime që shpesh janë ofruar nga shtresa e linkut. Qëllimi ynë këtu është
që të zhvillojmë një ndjenjë intuitive që ofrojnë teknikat e zbulimit dhe korrigjimit të
gabimit, dhe për të parë se si funksionojnë disa teknika të thjeshta dhe si janë përdorur në
praktikë në shtresën e linkut.
Figura 22 ilustron ambientin e studimit tonë. Në nyjën dërguese, të dhënat, D, për tu
mbrojtur kundrejt gabimeve të bitëve duhet të shtohen edhe bitët e zbulimit dhe korrigjimit
të gabimit (ang. error detection and correction – EDC). Në mënyrë tipike, për tu mbrojtur
të dhënat jo vetëm që duhet të përfshihet jo vetëm kalimi i datagramit prej shtresës së rrjetit
për transmetim nëpërmjet linkut, por gjithashtu edhe informacioni adresues, numri i
sekuencave, dhe fushat tjera në hederin e kornizës së linkut.

Figura 22 Skenar i zbulimit dhe korrigjimit të gabimit
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Janë dërguar që të dyja D dhe EDC tek nyja pranuese në një kornizë të shtresës së
linkut. Në nyjën pranuese, është pranuar sekuenca e bitëve, D’ dhe EDC’. Duhet të kihet
parasysh që D’ dhe EDC’ mund të dallojnë nga D dhe EDC origjinale si një rezultat i
rrokullisjes së bitëve në transit.
Sfidë e pranuesit është që të përcaktoj se a është D’ e njëjtë me origjinalin D, duke
pasur parasysh se ai ka pranuar vetëm D’ dhe EDC’. Fjalia e saktë në figurën 22 tek
vendimi i pranuesit është i rëndësishëm (pyesim se a është zbuluar gabimi, jo se a ka
ndodhur gabimi). Teknikat e zbulimit dhe korrigjimit të gabimit lejojnë pranuesin që
nganjëherë, por jo gjithherë, të zbulojnë se kanë ndodhur gabimet. Edhe me përdorimin e
bitëve për zbulimin e gabimit akoma mund të ekzistojnë gabime të bitëve të pazbuluara; që
do të thotë, pranuesi mund të jetë i painformuar që informata e pranuar përmban bit
gabime. Si pasojë, pranuesi mund të dërgoi një datagram të korruptuar në shtresën e rrjetit,
ose të jetë i painformuar që përmbajtja e fushës në hederin e kornizës është korruptuar.
Tani do të shqyrtojmë tre teknika për zbulimin e gabimeve në të dhënat e
transmetuara – verifikimi i paritetit (për të ilustruar idetë themelore pas zbulimit dhe
korrigjimit të gabimit), metodat e verifikimit të sasisë (të cilat zakonisht janë përdorur në
shtresën e transportit), dhe verifikimi i teprisë ciklike (që zakonisht janë përdorur në
shtresën e linkut në një përshtatës).
3.4.1 Verifikimi i paritetit
Sipas [22] dhe [3] ndoshta forma më e thjeshtë e zbulimit të gabimit është përdorimi i një
bit pariteti. Supozojmë që informata që duhet dërguar D në figurën 23, i ka d bit. Në një
skemë të paritetit çift, dërguesi thjeshtë e përfshinë edhe një bit shtesë dhe e zgjedh vlerën e
tij ashtu që numri i përgjithshëm i njësheve është çift në bitët e pranuar d+1 (informata
origjinale plus biti i paritetit). Për skemat e paritetit tek, vlera e bitit të paritetit zgjidhet
ashtu që të ekzistoj numri tek i njësheve. Figura 23 paraqet një skemë të paritetit çift, me
vetëm një bit pariteti i cili është ruajtur në një fushë të ndarë.
Operimi i pranuesit është gjithashtu i thjeshtë me vetë një bit pariteti. Pranuesi duhet vetëm
që të numëroj numrin e njësheve në pranimin e d+1 bitëve. Nëse është gjetur një numër tek
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i njësheve tek skema e paritetit çift, pranuesi i di që ka ndodhur së paku një bit gabim. Më
saktësisht, ai e di që janë shfaqur disa numra tek të bit gabimeve.

Figura 23 Pariteti çift me një bit

Shtrohet pyetja: Çka ndodhë kur shfaqet numri çift i bit gabimeve? Duhet bindur
vetja që kjo rezulton në një gabim të pazbuluar. Nëse probabiliteti i bit gabimeve është i
vogël dhe mund të supozohet se gabimet mund të shfaqen ndarazi nga një bit në tjetrin,
probabiliteti i shumë bit gabimeve në një paketë mund të jetë jashtëzakonisht i vogël. Në
këtë rast, mund të mjaftoj vetëm një bit pariteti. Megjithatë, matjet kanë treguar që, në vend
se të shfaqen ndarazi, gabimet shpesh grumbullohen së bashku në “breshëri”. Nën kushtet e
breshëri gabimeve, gjasa e gabimeve të pazbuluara tek pariteti i thjeshtë mund ti afrohet 50
përqindëshit. Thjeshtë, nevojitet një skemë më e fuqishme e zbulimit të gabimit dhe
fatmirësisht një skemë e tillë është përdorur në praktikë.
Figura 24 paraqet përgjithësimin dy-dimensional të skemës së paritetit me vetëm një
bit. Këtu, d bitët në D janë ndarë në i rreshta dhe j kolona. Vlera e pariteti është llogaritur
për çdo rresht dhe për çdo kolonë. Bitët e paritetit rezultues i+j+1 përfshijnë bitët e
zbulimit të gabimit të kornizës së shtresës së linkut.
Supozojmë tani se shfaqet një bit gabim në d bitët origjinal të informatës. Me këtë skemë të
paritetit dy-dimensional, pariteti i kolonës dhe rreshtit që përmbajnë bitin dërgues do të jetë
në gabim. Pranuesi jo vetëm që do ta zbuloi faktin që ka ndodhur një gabim i bitit, por
mund të përdori indekset e kolonës dhe rreshtit me gabimet e paritetit që të identifikojë
bitin që është korruptuar dhe ta korrigjoj atë gabim. Figura 24 tregon një shembull në të
cilin biti me vlerë 1 në pozitë (2, 2) është korruptuar dhe kthyer në një 0- një gabim që edhe
zbulohet edhe korrigjohet tek pranuesi. Ndonëse diskutimi ynë është i fokusuar në d bitët
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origjinal të informatës, mund të zbulohet dhe korrigjohet një gabim i pariteteve të vetë
bitëve. Pariteti dy-dimensional gjithashtu mund të zbuloi (por jo korrigjoi) cilindo
kombinim të dy gabimeve në një paketë.

Figura 24 Pariteti çift dy-dimensional

Aftësia e pranuesit për të zbuluar dhe korrigjuar gabimet njihet si prirje e
korrigjimit të gabimit (ang. forward error correction - FEC). Zakonisht këto teknika janë
përdorur në ruajtje të audiove dhe pajisje dëgjimi si audio CD. Në një mjedis të rrjetit,
teknikat FEC do të mund të përdoreshin vetvetiu apo në ndërlidhje me teknikat automatike
të përsëritjes së kërkesës (ang. automatic repeat request – ARQ). FEC teknikat janë të
vlefshme sepse ato mund të rrisin numrin e kërkesave të ritransmetimeve të dërguesit.
Ndoshta më e rëndësishmja është se ato lejojnë korrigjimin e menjëhershëm të gabimeve
tek pranuesi. Kjo mënjanon pritjen e vonesave të shumta të vajtje ardhjeve për pranuesin të
që të pranoj një paketë me pranim negativ (ang. negative ackowledgement – NAK) dhe
paketën e ritransmetuar ta kthej prapa tek pranuesi.
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3.4.2 Metodat e verifikimit të sasisë
Në [22] theksohet se në teknikat e kontrollimit të sasisë, d bitët e të dhënave janë
trajtuar si një sekuencë e k-bitëve të numrave të plotë. Një metodë e thjeshtë e verifikimit të
sasisë është thjeshtë shuma e k-bit numrave të plotë dhe përdorimi i shumës rezultuese si bit
të zbulimit të gabimeve. Verifikimi i sasisë së Internetit bazohet në këtë trajtim- bajtët e të
dhënave janë trajtuar si shumë e numrave të plotë 16-bitësh. Plotësimi i njësheve të kësaj
shume pastaj krijon verifikimin e sasisë së Internetit. Pranuesi kontrollon sasinë duke marrë
komplementin e njësheve nga shuma e të dhënave të pranuara (duke përfshirë edhe
verifikimin e sasisë) dhe kontrollon nëse rezultati është krejt njëshe. Nëse njëri nga bitët
është zero, është shfaqur gabimi. Në protokollet TCP dhe UDP, llogaritja e vlerësimit të
sasisë së Internetit është bërë në të gjitha fushat (duke përfshirë hederin dhe fushat e të
dhënave). Në IP verifikimi i sasisë është llogaritur nëpërmjet hederit të IP-së (pasi që
segmenti UDP apo TCP ka verifikimin e vetë të sasisë). Në protokollet tjera, p.sh. XTP, një
verifikim i sasisë është llogaritur nëpërmjet hederit dhe verifikimi tjetër në tërë paketën.
Pasi që zbulimi i gabimeve në shtresën e linkut është implementuar në softuer, është e
rëndësishme që të kemi një skemë të thjeshtë dhe të shpejtë për zbulimin e gabimeve për
verifikim të sasisë. Nga ana tjetër, zbulimi i gabimit në shtresën e linkut është
implementuar në harduerin e dedikuar në përshtatës, të cilët shpejt mund të kryejnë
operacione më komplekse të verifikimit të teprisë ciklike.
3.4.3 Cyclic Redundancy Check – CRC (Verifikimi i teprisë ciklike)
Në [3] dhe [22] theksohet se një teknikë e zbulimit të gabimit e cila përdoret me të
madhe sot në rrjetat kompjuterike është e bazuar në kodet e verifikimit të teprisë ciklike.
CRC kodet njihen edhe si kode polinomiale, pasi që është i mundur të shihet vargu i bitëve
që dërgohet si polinom koeficientet e të cilit janë vlerat 0 dhe 1 në vargun e bitëve, me
veprimet në vargun e bitëve të interpretuara si aritmetikë polinomiale.
Kodet CRC veprojnë si në vijim. Marrim në konsideratë d-bitët si pjesë të të dhënave,
D, që nyja dërguese dëshiron t’ia dërgoj nyjës pranuese. Së pari dërguesi dhe pranuesi
duhet të pajtohen me një mostër të bitëve r+1, e njohur si gjenerator, të cilin ne do ta
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shënojmë si G. Do të kërkojmë që biti me peshën më të madhe (më i majti) i G të jetë 1.
Ideja kyçe pas CRC kodeve është paraqitur në figurën 23. Për një pjesë të dhënë të të
dhënave D, dërguesi do të zgjedh r bit shtesë, R, dhe ti bashkëngjisë ato në D ashtu që
mostra e bitëve rezultues d+r (i interpretuar si numër binar) është i plotpjesëtueshëm me G
(d.m.th. nuk ka mbetje) duke përdorur aritmetikën e modulimit me 2. Procesi i kontrollimit
të gabimeve me CRC është i thjeshtë: Pranuesi pjesëton d+r bitët e pranuar me G. Nëse
mbetja nuk është zero, pranuesi e kupton se ka ndodhur gabimi; në të kundërtën të dhënat
pranohen si të sakta.
Të gjitha CRC kalkulimet janë bërë me aritmetikën e modulimit me 2 pa shtim apo
huazim të zbritjes. Kjo do të thotë se mbledhja dhe zbritja janë identike, dhe që të dyja janë
ekuivalente me operatorin e ose ekskluzive (XOR). Kështu, p.sh.

Figura 25 CRC

Gjithashtu, në mënyrë të ngjashme kemi:
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Shumëzimi dhe pjesëtimi janë të njëjtit si në aritmetikën me bazë 2, përpos që secili që
kërkohet mbledhja apo zbritja janë kryer pa shtim apo huazim. Si në aritmetikën e rregullt
binare, shumëzimi nga 2k e zhvendosë në të majtë mostrën e bitëve për k vende. Prandaj, D
dhe R e dhëna, sasia

jep mostrën e bitëve d+r të paraqitur në figurën 25.

Tani le të shqyrtojmë se si dërguesi e llogaritë R-në. Ne dëshirojmë që ta gjejmë R
ashtu që ekziston një n i tillë që:

Kjo do të thotë se ne dëshirojmë të gjejmë R të tillë që G pjesëtohet me
pa mbetje. Nëse përdorim ose ekskluzive (do të thotë se modulojmë me 2 pa bartje) me R
në të dy anët e ekuacionit të sipërm, fitojmë:

Ky ekuacion na tregon se nëse pjesëtojmë

me G, vlera e mbetjes në mënyrë

precize është R. Me fjalë tjera, mund ta kalkulojmë R si:

Figura 26 ilustron kalkulimin për rastin e D=10110, d=6, G=1001 dhe r=3. Nëntë
bitët e transmetuar në këtë rast janë 101110011. Standardet ndërkombëtare janë të
përcaktuara për G gjeneratorët 8, 12, 16 dhe 32 bitësh. Standardi 32 bitësh i CRC-32, i cili
është përshtatur në një numër të IEEE protokolleve të shtresës së linkut, përdorë
gjeneratorin prej:

Secili nga standardet CRC mund të zbuloi grumbullin e gabimeve për më pak se r+1
bit. Veç kësaj, me supozimet e përshtatshme, është zbuluar grumbulli i gjatësisë më të
53

madhe se r+1 bit me gjasën 1-0.5r.Gjithashtu secili standard CRC mund të zbuloi cilindo
numër tek të bit gabimeve.

Figura 26 Një shembull i CRC kalkulimeve.

3.5 Identifikimi i një kornize
Kur ti kodoj bitët shtresa fizike sipas [16] në sinjale për një medium të veçantë,
gjithashtu duhet të dalloj se ku përfundon një kornizë dhe ku fillon korniza vijuese.
Përndryshe, pajisjet në media nuk do ta dallojnë se kur është pranuar plotësisht një kornizë.
Në këtë rast, pajisja e destinuar do ta pranonte vetëm një varg të sinjaleve dhe nuk do të
ishte në gjendje që në mënyrë të duhur ta rindërtonte kornizën. Shfaqja e formimit të
kornizës shpesh është një funksion i shtresës së lidhjes së të dhënave (DLL). Megjithatë, në
shumë teknologji, shtresa fizike mund të shtoj sinjalet e veta për të shfaqur fillimin dhe
fundin e kornizës. Për ta mundësuar pajisjen pranuese që në mënyrë të qartë ti njoh kufijtë e
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kornizës, pajisja transmetuese shton sinjale për të përcaktuar fillimin dhe fundin e një
kornize. Këto sinjale përfaqësojnë pjesët e bitëve të modeleve që janë përdorur vetëm për të
përcaktuar fillimin dhe fundin e një kornize. Procesi i kodimit të një kornize me të dhëna
nga bitët logjik në sinjale fizike në media, dhe karakteristikat e medieve të pjesshme fizike
janë detajuar me sa vijon.

Figura 27 Pasqyrimi i sinjaleve në media fizike.

3.6 Kufizimi i energjisë së transmetuar
Në shumë grupe koduese, simbolet sigurojnë që numri i 1-sheve dhe 0-ve në një
varg të simboleve janë në mënyrë të balancuar. Procesi i balancimit të numrit të
transmetuar të 1-sheve dhe 0-ve quhet balancimi DC. Kjo parandalon sasitë e tepruara të
energjisë që të injektohen në media përgjatë transmetimit, në këtë mënyrë redukton
interferencat e rrezatuara nga media. Në shumë metoda sinjalizuese në media, niveli logjik,
për shembull 1, është pasqyruar nga prezenca e energjisë së dërguar në media përderisa
niveli i kundërt logjik 0, është pasqyruar si mungesë kësaj energjie. Transmetimi i vargjeve
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të gjata të 1-sheve, do të mund ta tejnxehte laserin transmetues dhe foto diodat tek pranuesi,
me mundësi të shkaktimi të gabimeve të më shumta.

3.7 Dallimi i të dhënave nga kontrolli
Grupet koduese kanë tre lloje të simboleve:
•

Simbolet e të dhënave – Simbolet që pasqyrojnë të dhënat e kornizës sapo ta
kalojnë shtresën fizike.

•

Simbolet kontrolluese – Kode të posaçme të injektuara nga shtresa fizike të
përdorura në kontrollin transmetues. Kjo përfshinë fundin e kornizës dhe
simbolet e ndaluara (ang. idle) në media.

•

Simbolet invalidë – Simbolet që kanë modelin e mos lejimit në media.
Pranuesit të simbolit invalid i shfaqet një gabim i kornizës.

Simbolet e koduara në media të gjitha janë unike. Simbolet që pasqyrojnë të dhënat
e dërguara nëpërmjet rrjetit kanë modele të ndryshme të bitëve kundrejt simboleve të
përdorura për kontroll. Këto ndryshime lejojnë shtresën fizike që në nyjën pranuese
menjëherë të dalloj të dhënat nga informatat e kontrollit.

3.8 WiFi e shtresës së linkut
Në shtresën e linkut është shtresa ku informatat e shtresave më të larta (shtresat 3 deri në 7)
përmblidhen në një kornizë. Në këtë shtresë shtohet edhe informata e MAC adresës. Që të
jemi sa më të qartë, kjo është shtresa ku të dhënat referohen si korniza e jo si IP paketa.
Shtresa e linkut ka dy nënshtresa: LLC (ang. Logical Link Control – shq. Kontrollin logjik
të linkut) dhe MAC (ang. Mac Access Control – shq. Kontrollin e qasjes së MAC-ut).
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LLC: Pranon informatat e shtresës së sipërme, e quajtur MSDU (ang. Mac Service Data
Unit – shq. Shërbimi i njësisë së të dhënave) nga shtresa 3. Një MSDU është e tërë
informata nga shtresat 3 deri 7 dhe i dorëzohet shtresës së MAC-ut.
MAC: Roli i MAC shtresave është që të shtoj informatën e shtresës së dytë si burimin e
MAC adresës, destinacionin, BSSID, pranuesin apo transmetuesin. Në fakt, 802.3 ka dy
fusha të adresave siç është burimi dhe destinacioni. Përderisa shumica e 802.11 kornizave
përdorin tre fusha të MAC adresave që janë: burimi, destinacioni dhe BSSID.

3.8.1 IEEE 802.11
IEEE ka përkufizuar karakteristikat për një LAN pa tela, të quajtur IEEE 802.11 e cila
mbulon shtresën fizike dhe të linkut.
Arkitektura IEEE 802.11
Standardi përkufizon dy lloje të shërbimeve: grupin e shërbimit themelor (ang. Basic
Service Set – BSS) dhe grupin e shërbimit të zgjeruar (ang. Extended Service Ser – ESS).
Grupi i shërbimit themelor: Standardi IEEE 802.11 e përkufizon grupin e shërbimit
themelor si një bllok të ndërtesave të një LAN-i pa tela. Një grup i shërbimit themelor është
bërë nga stacione pa tela të palëvizshme ose mobile si një bazë opsionale e stacionit
qendror, e njohur si pikë e qasjes (ang. Access Point – AP). Figura 28 paraqet dy grupe në
këtë standard.
Një grup shërbimit themelor pa një pikë të qasjes është një rrjet i vetë-qëndrueshëm (ang.
stand alone network) dhe nuk mund të dërgoj të dhëna tek grupet tjera të shërbimeve
themelore. Quhet arkitekturë e rastit (ang. ad hoc architecture). Në këtë arkitekturë,
stacionet mund të krijojnë një rrjet pa nevojën e një pike të qasjes; ato mund ta lokalizojnë
njëra tjetrën dhe të bie në ujdi që të jenë pjesë e një BSS-i. Një BSS me një AP nganjëherë
quhet edhe si një infrastrukturë e rrjetit.
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3.8.2 Përdorimi i terminaleve të fshehta: RTS dhe CTS
[4], [6], [7] theksojnë se MAC protokolli 802.11 përfshinë një skemë rezervë të
mrekullueshme (por opsionale) e cila ndihmon mënjanimin e përplasjeve edhe në
prezencën e terminaleve të fshehta. Ta hulumtojmë këtë skemë sipas kontekstit të figurës
28, e cila paraqet dy stacione pa tela dhe një pikë të qasjes. Që të dy stacionet pa tela janë
brenda rangut të PA-së (mbulesa e të cilave është paraqitur në rrethin me hijezim të
theksuar) dhe të dyja janë shoqëruar me AP. Megjithatë, për shkak të venitjes, rangjet e
sinjaleve të stacioneve pa tela janë limituar tek pjesët e brendshme të rrathëve të paraqitur
në figurën 28. Kështu, secili stacion pa tela është i fshehur ndaj tjetrit, mirëpo asnjëri nuk
është i fshehur ndaj AP.

Figura 28 Shembull i terminalit të fshehur: H1 është i fshehur ndaj H2 dhe anasjelltas.

Tani le të shqyrtojmë pse mund të jenë problematike terminalet e fshehta.
Supozojmë se stacioni H1 është duke transmetuar një kornizë dhe është në gjysmën e
rrugës përgjatë transmetimit të H1, stacioni H2 do që të dërgoj një kornizë në AP. H2, nuk
e dëgjon transmetimin nga H1, së pari do të pres një interval DIFS dhe pastaj transmeton
një kornizë, që rezulton në një përplasje. Kanali prandaj do të jetë i ngushtuar përgjatë
gjithë periudhës kur transmeton H1 dhe H2.
Me qëllim të mënjanimit të këtij problemi, protokolli IEEE 802.11 mundëson një
stacion që ta përdori një kornizë kontrolluese të shkurtë Kërkesë për dërgim (RTS) dhe
një kornizë kontrolluese të shkurtë Pastër për dërgim (CTS), për të rezervuar qasjen në
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kanal. Kur një dërgues dëshiron të dërgoj një kornizë të dhënash, së pari mund të dërgoj një
kornizë RTS tek AP, duke shënuar kohën totale të kërkuar për të transmetuar kornizën e të
dhënave dhe kornizën e pranimit (ACK). Kur AP pranon kornizën RTS, përgjigjet me
transmetimin e një kornize CTS. Kjo kornizë CTS i shërben dy qëllimeve: I jep dërguesit
leje të qartë për të dërguar dhe gjithashtu udhëzon stacionet tjera që mos të dërgojnë
përgjatë kohëzgjatjes së rezervuar.
Kështu, në figurën 29, para dërgimit të kornizës së të dhënave, H1 së pari
transmeton një kornizë RTS, e cila dëgjohet nga të gjitha stacionet në qarkun e tij, duke
përfshirë edhe AP. AP pastaj përgjigjet me një kornizë CTS, e cila dëgjohet nga të gjitha
stacionet brenda rangut të tij, duke përfshirë H1 dhe H2. Stacioni H2, pasi ka dëgjuar CTS,
i shmanget transmetimit për kohën e përcaktuar në kornizën CTS. Kornizat RTS, CTS, të
dhënat dhe ACK janë paraqitur në figurën 29.

Figura 29 Mënjanimi i përplasjes duke përdorur kornizat RTS dhe CTS

59

Përdorimi i kornizave RTS dhe CTS mund të përmirësoj efikasitetin në dy mënyra
të rëndësishme:
•

Është zvogëluar problemi i stacionit të fshehur, pasi që transmetimi i kornizës së
gjatë me të dhëna është bërë vetëm pasi është rezervuar kanali.

•

Pasi kornizat RTS dhe CTS janë të shkurta, një përplasje me përfshirjen e kornizave
RTS dhe CTS do të zgjasë vetëm për kohëzgjatjen e shkurtë të kornizës RTS dhe
CTS. Pasi të transmetohen në mënyrë korrekte kornizat RTS dhe CTS, kornizat
vijuese të të dhënave dhe ACK do të duhej të transmetoheshin pa përplasje.

Edhe pse këmbimi RTS/CTS mund të ndihmoj në reduktimin e përplasjeve, gjithashtu
shfaq një vonesë dhe konsumon resurse të kanalit. Për këtë qëllim, këmbimi RTS/CTS
përdoret vetëm (nëse) për rezervimin e kanalit për transmetimin e kornizave të gjata të të
dhënave. Në praktikë, çdo stacion pa tela mund të vendosi një prag vlerë RTS ashtu që
sekuenca RTS/CTS të përdoret vetëm kur korniza është më e gjatë se pragu. Për shumë
stacione pa tela, vlera e nënkuptuar e pragut RTS është më e madhe se gjatësia e kornizës
maksimale, ashtu që sekuenca RTS/CTS tejkalohet për të gjitha kornizat e dërguara të të
dhënave.

3.8.3 Përdorimi i 802.11 si një lidhje pikë – për – pike
Sipas [1] deri më tani kemi diskutuar përdorimin e 802.11 në mjedis me qasje të
shumëfishta. Duhet theksuar se në dy nyje secila nga to ka një antenë të drejtuar, ato mund
ti drejtojnë antenat e tyre kah njëra – tjetrës dhe të funksionojnë në protokollin 802.11 ku
thelbësore është lidhja pikë – për – pike. Kostoja e ultë e komoditetit të harduerit 802.11,
përdorimi i antenave të drejtuara dhe një rritje e fuqisë transmetuese mundësojnë 802.11 që
të përdoret si një mjet i pakushtueshëm e ofrimit të lidhjeve pa tela pikë – për – pike në një
distancë prej dhjeta kilometrash.
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3.8.4 Korniza IEEE 802.11
Ndonëse korniza 802.11 ndanë shumë ngjashmëri me kornizën Ethernet, gjithashtu
përmban një numër të fushave që janë të posaçme për përdorimin e tyre në lidhjet pa tela.
3.8.4.1 Fushat Payload dhe CRC
Në zemër të kornizës është payload, e cila zakonisht përbëhet prej një IP datagarami
ose prej një pakete ARP. Ndonëse fusha është lejuar që të jetë e gjatë 2 312 bajtë, zakonisht
është më e vogël se 1 500 bajtë, duke mbajtur një IP datagram ose një paketë ARP. Si me
një kornizë Ethernet, një kornizë 802.11 përmban një kontrolle ciklike të tepricës (CRC),
ashtu që pranuesi mund të zbuloj bit gabimet në kornizat e pranuara. Kemi vërejtur se, bit
gabimet janë më të zakonshme në LAN pa tela se sa në LAN me tela, kështu që CRC është
i dobishëm këtu.
3.8.4.2 Fushat e adresave
Ndoshta dallimi më goditës në kornizën 802.11 është se i ka katër fusha të adresës,
secila prej tyre mund të mbaj MAC adresën prej 6 bajtësh. Por pse katër fusha të adresës? A
nuk mjaftojnë MAC fusha e burimit dhe MAC fusha e destinuar, siç mjaftojnë tek Etherneti? Rezulton se nevojiten tre fusha të adresës për qëllim të ndër rrjetëzimit- veçanërisht, për
të lëvizur datagramin e shtresës së rrjetit prej një stacioni pa tela nëpërmjet një AP tek një
ndërfaqe e ruterit. Fusha e katërt e adresës përdoret kur AP përcjell kornizat tek secili në
gjendjen e rastit. Pasi që këtu po shqyrtojmë vetëm infrastrukturën e rrjetit, po fokusohemi
vetëm në tre fushat e para të adresës. Standardi 802.11 i përcakton këto fusha si në vijim:
•

Adresa 2 është MAC adresa e stacionit e cila e transmeton kornizën. Në këtë
mënyrë, nëse një stacion pa tela e transmeton një kornizë, është futur MAC adresa e
stacionit në fushën adresa 2. Ngjashëm, nëse një AP transmeton një kornizë, është
futur MAC adresa në fushën adresa 2.

•

Adresa 1 është MAC adresa e stacionit pa tela që pranon kornizën. Në këtë mënyrë,
nëse një stacion mobil pa tela transmeton një kornizë, adresa 1 përmban MAC
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adresën e AP të destinuar. Ngjashëm, nëse një AP transmeton një kornizë, adresa 1
përmban MAC adresën e stacionit të destinuar pa tela.
•

Për të kuptuar adresën 3, kujtojmë që BSS (që përbëhet nga AP dhe stacioni pa tela)
është pjesë e një nën rrjeti, dhe se ky nën rrjet lidhet me nën rrjeta tjera nëpërmjet
një ndërfaqeje të ruterit. Adresa 3 përmban MAC adresën e kësaj ndërfaqeje të
ruterit.

Për të fituar njohuri të mëtejshme në qëllimin e adresës 3, të shqyrtojmë një shembull të
brenda rrjetit në kontekstin e figurës 30. Në këtë figurë janë dy AP, secili prej tyre është
përgjegjës për një numër të caktuar të stacioneve pa tela. Secili AP ka një lidhje të drejtë
tek një ruter, i cili sipas radhës i lidh ata me Internetin global. Duhet të përkujtojmë se një
AP është një pajisje e shtresës së lidhjes, dhe kështu as nuk i “flet” IP adresat dhe as nuk i
kupton ato. Supozojmë tani lëvizjen e datagramit nga ndërfaqja e ruterit R1 tek stacioni pa
tela H1. Ruteri nuk është i informuar se ka një AP ndërmjet tij dhe H1; nga perspektiva e
ruterit, H1 është vetëm një host në njërin nga nën rrjetat në të cilët (ruteri) është i lidhur.

Figura 30 Përdorimi i fushave të adresës në kornizat 802.11: Dërgimi i kornizave
ndërmjet H1 dhe R1.
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•

Ruteri, i cili e di IP adresën e H1 (nga adresa e destinuar e datagramit), përdor ARP
për të përcaktuar MAC adresën e H1-shit, ashtu si në një Ethernet LAN të
zakonshëm. Pasi të sigurohet MAC adresa e H1-shit, Ndërfaqja e ruterit R1
enkapsulon datagramin brenda kornizës së Ethernet-it. Fusha e adresës së burimit të
kësaj kornize mbetet MAC adresa e R1-shit, dhe fusha e adresës së destinuar mbetet
MAC adresa e H1-shit.

•

Kur të arrij Ethernet korniza tek AP, AP-ja konverton Ethernet kornizën 802.3 në
një kornizë 802.11 para se ta transmetoj atë në një kanal pa tela. AP e mbush
adresën 1 dhe adresën 2 me MAC adresën e H1-shit dhe me MAC adresën e vet,
respektivisht, ashtu si është përshkruar më lartë. Për adresën 3, AP vendosë një
MAC adresë të R1-shit. Në këtë mënyrë, H1 mund të përcaktoj (nga adresa 3) MAC
adresën e ndërfaqes së ruterit që ka dërguar datagramin në nën rrjetë.

Tani supozojmë se çfarë ndodhë stacioni pa tela H1 i përgjigjet lëvizjes së datagramit
nga H1 tek R1.
•

H1 krijon një kornizë 802.11, duke mbushur fushat për adresën 1 dhe adresën 2 me
MAC adresën e AP-it dhe H1-shit, respektivisht, ashtu si është përshkruar më lartë.
Për adresën 3, H1 vendosë MAC adresën e R1-shit.

•

Kur AP pranon kornizën 802.11, e shndërron kornizën në një Ethernet kornizë.
Fusha e adresave të burimit për këtë kornizë është MAC adresa e H1-shit, dhe fusha
e adresës së destinuar është MAC adresa e R1-shit. Prandaj, adresa 3 lejon AP që të
përcaktoj destinimin e duhur të MAC adresës kur konstruktohet Ethernet korniza.

Për të përmbledhur, adresa 3 luan një rol vendimtar rrjetëzimet e brendshme të BSS me
një LAN me tela.

3.8.5 MAC protokolli 802.11
Sipas [3] dhe [22], pasi të kryhet shoqërimi i stacionit pa tela me një AP, mund të
filloj dërgimin dhe pranimin e kornizave të të dhënave tek dhe nga pika e qasjes (AP). Por
stacione të shumta do të donin të transmetonin kornizat e të dhënave në të njëjtën kohë
nëpërmjet kanalit të njëjtë, nevojitet një protokoll i shumëfishtë i qasjes për të koordinuar
63

transmetimet. Kë tu një stacion është ose një stacion pa tela ose një AP. Thënë thjeshtë
ekzistojnë tre klasa të protokolleve për qasje të shumëfishta: ndarja e kanalit (duke
përfshirë CDMA), qasje të rastit, dhe radhën e bisedimit. I inspiruar nga suksesi i madh i
Ethernet-it dhe protokollit të qasjes së tij të rastit, projektuesit e 802.11 zgjodhën një
protokoll me qasje të rastit për 802.11 LAN-ët pa tela. Ky protokoll i rastit për qasje është
quajtur CSMA me shmangie të përplasjes, ose shkurtimisht CSMA/CA. Si me
CSMA/CD të Ethernet-it, “CSMA” në “CSMA/CA” qëndron për “qasje e shumëfishtë në
kuptimin transportues”, që do të thotë se secili stacion arsyeton kanalin para transmetimit,
dhe përmbahet nga transmetimi kur kanali ai është i zënë. Megjithëse që të dy Ethernet dhe
802.11 përdorin qasje të rastit në kuptimin transportues, që të dy MAC protokollet kanë
dallime të rëndësishme. Së pari, në vend të përdorimit të zbulimit të përplasjes, 802.11
përdorë teknikën e shmangies së përplasjes. Së dyti, për shkak të nivelit të lartë të rangut të
gabim bitëve të kanaleve pa tela, 802.11 (për dallim nga Ethernet-i), përdorë një skemë
pranimi/ritransmetimi të link shtresës (ARQ). Tani do ta sqarojmë këtë skemë
pranimi/ritransmetimi.
Një Ethernet stacion dëgjon kanalin kur ai transmeton. Nëse, përderisa transmeton,
zbulon që edhe një kanal tjetër është duke transmetuar, ndërpret transmetimin dhe pas një
pritje të vogël prapë provon të transmetoj, kohë e rastit. Për dallim nga 802.3 Ethernet
protokolli, 802.11 MAC protokolli nuk zbaton zbulimin e përplasjes. Janë dy arsye për
këtë:
• Mundësia e zbulimit të përplasjes kërkon mundësinë e dërgimit (të sinjalit të vetë
stacionit) dhe pranimit (për të përcaktuar se a është duke transmetuar ndonjë
stacion tjetër) në të njëjtën kohë. Për shkak sefuqia e sinjalit të pranuar është e
vogël krahasuar me fuqinë e sinjalit të transmetuar në reduktorin 802.11, është i
kushtueshëm ndërtimi i harduerit i cili zbulon përplasjen.
• Më e rëndësishme, edhe nëse reduktori do të mund të transmetonte dhe pranonte në
të njëjtën kohë (dhe supozojmë se ndërpret transmetimin nëse zbulon një kanal të
zënë), reduktori akoma nuk do të ketë mundësi që të zbuloj të gjitha përplasjet, për
shkak të problemit të terminalit të fshehur dhe venitjes.
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Pasi që 802.11 LAN-ët pa tela nuk përdorin zbulimin e përplasjes, pasi stacioni të filloj
transmetimin e kornizës, ai transmeton kornizat si tërësi; do të thotë, pasi të niset stacioni,
nuk ka kthim mbrapa. Mund të pritet që, transmetimi i të gjitha kornizave (veçanërisht
kornizat e gjata) kur dominojnë përplasjet në mënyrë të theksuar mund të degradohet
efektshmëria e protokolleve me qasje të shumëfishta. Me qëllim të reduktimit të mundësisë
së përplasjeve, 802.11 implikon disa teknika të shmangies së përplasjes.
Para se të kihet parasysh shmangia e përplasjes, megjithatë, duhet të shqyrtojmë
skemën e pranimit të link shtresës së 802.11. Kur një stacion dërgon kornizën në LAN pa
tela, korniza mundet edhe mos ta arrij stacionin e destinuar për shkak të disa arsyeve. Për tu
marrë me këtë mundësi të humbjes jo të papërfillshme, 802.11 MAC protokolli përdorë
pranimin e link shtresës. E paraqitur në figurën 29, kur stacioni i destinuar pranon një
kornizë që e kalon CRC-në, pret një kohë të shkurtër të njohur si hapësira e shkurtë ndër
kornize (SIFS) dhe pastaj kthen prapa një kornizë pranimi. Nëse stacioni transmetues nuk
pranon një pranim brenda një kohe të caktuar, supozon se ka ndodhur një gabim dhe e
ritransmeton kornizën, duke përdorur protokollin CSMA/CA për t’iu qasur kanalit. Nëse
nuk arrin pranimi brenda një numri të caktuar të ritransmetimeve, stacioni transmetues heqë
dorë dhe e hedhë kornizën.
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Figura 31 802.11 përdorë pranimin e link shtresës

Pasi diskutuam se si 802.11 përdorë pranimet e link shtresës, tani jemi në pozitë që
të përshkruajmë protokollin 802.11 CSMA/CA. Supozojmë që një stacion (stacion pa tela
ose një AP) ka për të transmetuar një kornizë.
1. Nëse fillimisht stacioni ndjenë që kanali është në gjendjen e ndaluar, transmeton
kornizën e tij pas një kohe të shkurtër e njohur si hapësira e shpërndarë ndër
kornizës (DIFS); shiko figurën 31.
2. Përndryshe, stacioni zgjedhë një vlerë të rastit kthyese duke përdorur kthimin
eksponencial binar dhe e numëron së prapthi këtë vlerë kur kanali është ndjerë n՞
gjendje të ndaluar. Kur kanali ndjehet i zënë, vlera e numëruesit qëndron e ngrirë.
3. Kur numëruesi arrin zero (kjo arrihet vetëm kur kanali është ndjerë në gjendje të
ndaluar), stacioni transmeton tërë kornizën dhe pastaj pret për një njohje.
4. Nëse pranohet njohja, stacioni transmetues e di që korniza e tij është pranuar
saktësisht në stacionin e destinuar. Nëse stacioni ka një kornizë tjetër për të dërguar,
66

e fillon me protokollin CSMA/CA në hapin dy. Nëse nuk është pranuar njohja,
stacioni transmetues rivendosë fazën kthyese në hapin 2, me një numër të zgjedhur
të rastit nga intervale më të gjata.
Një stacion fillon transmetimin atëherë kur kanali është ndjerë i ndaluar. Me
CSMA/CA, megjithatë, stacioni i shmanget transmetimit kur numëron së prapthi, edhe nëse
ndjenë që kanali është në gjendje të ndaluar. Pse CSMA/CD dhe CDMA/CA kanë qasje të
ndryshme këtu?
Për t’iu përgjigjur pyetjes, le të shqyrtojmë një skenar në të cilin dy stacione kanë
për të transmetuar një kornizë të dhënash, por asnjëri stacion nuk transmeton menjëherë
sepse secili prej tyre ndjenë që një stacion i tretë tanimë është duke transmetuar. Me
CSMA/CD të Ethernet-it, që të dy stacionet, secila do të transmetoj sa më parë që të
detektojnë se stacioni i tretë ka përfunduar transmetimin. Kjo do të shkaktoj një përplasje, e
cila nuk është një çështje serioze në CSMA/CD, pasi që të dy stacionet do të ndalojnë
transmetimet e tyre dhe kështu të parandalojnë transmetimet e padobishme e pjesës së
mbetur të kornizave të tyre. Në 802.11, megjithatë, situata është krejt ndryshe. Pasi që
802.11 nuk zbulon një përplasje dhe ndalon transmetimin, korniza e cila vuan nga përplasja
do të transmetohet plotësisht. Qëllimi në 802.11 është që t’i mënjanohet përplasjeve sa herë
që është e mundshme. Në 802.11, nëse dy stacione ndjejnë që kanali është i zënë, që të dyja
menjëherë hyjnë në kthimin e rastit, me shpresë se zgjedhin vlera të ndryshme të kthimit.
Nëse faktikisht këto vlera janë të ndryshme, kur kanali bëhet i ndaluar, njëri nga dy
stacionet do të filloj transmetimin para tjetrit (nëse dy stacionet nuk janë fshehur njëri nga
tjetri) “stacioni humbës” do të dëgjoj sinjalin e “stacionit fitues”, do të ngrijë numëruesin e
vet, dhe do t’i shmanget transmetimit derisa stacioni fitues ta kryej transmetimin e tij. Në
këtë mënyrë, është mënjanuar një përplasje e kushtueshme. Natyrisht, akoma mund të
shfaqen përplasjet në këtë skenar: Dy stacionet do të mund të ishin të fshehura nga njëra
tjetra, apo dy stacionet do të mund të zgjidhnin vlerat e rastit të kthimit të cilat janë mjaftë
afër që transmetimi nga stacioni që ka filluar i pari nuk ka arritur tek stacioni i dytë.
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3.9 Teknologjia WiMax në shtresën e datalink-ut
Wimax është teknologjia e fundit që ofron aplikacione më pak të kushtueshme dhe
zgjedhjet për qasje në wireless. WiMax është i bazuar në standardet të definuar nga IEEE
802.16 që ofron shtrirje deri në 50 km (30 mile3), për dallim me teknologji të tjera si DLS
që mund të mbuloj 5 km (3 mile), mund të mbuloj vetëm deri në 30 metra. Wimax ka
karakter unik që lejon stacionin bazë to mbajë qindra stacione përshkruese. Wimax po ashtu
ofron shtrirje efikase dhe fuqi kontrolluese mekanizmi. Në IEEE 802.16 bazohet në dy
shtresat që janë MAC dhe shtresa fizike (PHY). Shtresa fizike përfshinë OFDM/OFDMA –
metode për kodimin e të dhënave digjitale. Shtresa MAC ofron një shtresë mediumi të
pavarur tek shtresat fizike siç është qasja funksionale e standardit të mesëm.
Me gjithë atë WiMax është relativisht një standard i ri, është një punë e pamasë që
është kryer nqeshtjet e adresave. Por një punë e vogël është kryer për të klasifikuar dhe
shërbyer punës dhe mekanizmit. Një studim në [19] bënë një përpjekje të mirë në për
shkuarjen dhe klasifikimin e algoritmit që është propozuar me herët për teknikat e tjera dhe
njëra është propozuar veçanërisht për WiMax dhe bazohet në përdorimin e kanaleve të tyre.
Përshkrimi i Wimax paraqitet si evoluim standard, kryesisht si shtresë protokolli
bazike që i adresohet karakteristikave dhe përballjeve pikë me pikë.
Në vitin 2001 forumi i WiMax lansoi standardin e parë fiks 802.16 me linjë të
pamjeve kërkuese duke përdorur brezin frekuencor 10-66GHz. Ky standard bazik ofroi
transfer të dhënash teorikisht deri në 134Mbps. Në janar të vitit 2003, standardi 802.16a
ishte aprovuar për frekuenca 2-11GHz, ku së pari metoda për kodimin e të dhënave
digjitale ishte shtuar tek WiMax.
802.16d e njohur si standardi punues i parë i fiksuar i WiMax-it, mban të dhëna deri
në 70 Mbps, përdorim 256 pikë (OFDM) me transformim të shpejtë për kodimin e të
dhënave digjitale dhe 2048 pikë transformimi të OFDMA.
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Njësi matse për gjatësi e cila përdoret në sistemin Amerikan
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Në vitin 2005 WiMax IEEE 802.16eishte njohur me përmirësime të standardeve të
reja si:
•

Mbështet mobilimin duke ofruar stacione mobiluese (MS) ne vend të SS.
MS në ketë standard mund të qëndroj lidhur gjatë lëvizjes prej një BS zone
të mbuluar me rrjet tek ndonjë tjetër BS zone e mbuluar me rrjet.

•

Është i përshtatshëm me teknologjitë e avancuara që mbështesin
shumëfishin brenda dhe jashtë.

Në vitin 2009 wimax forum aprovoi 802. 16j i quajtur MMR modë që është vetëm
një zgjerim tek origjinal PMP. MMR ka një trung strukture ku stacionet përshkruese mund
të punojnë për të udhëhequr vonesa në trafik dhe është plotësisht me kapacitet të standardit
802.16e.
Arkitektura e PMP ishte shfaqur si standard i parë i WiMax-it në vitin 2001. Në këtë
mënyrë, stacionet lidhëse tek stacioni bazë ishin në një rrugë të vetme. Në rrjetet e
stacioneve përshkruese mund të komunikojnë në një mënyrë ‘ad-hoc’. ‘mesh mode’ ku kjo
tërhoqi vëmendjen nga kërkuesit sepse ajo mbështetë vetëm versionin e OFDM dhe nuk
kishte kapacitet me PMP, me ndryshime strukturore dhe procedura të zbrazëta rrjeti. MMR
dallon nga PMP nga paraqitja e stacioneve përforcuese në të cilin stacioni mobil mund të
përdoret si një stacion i mesëm.
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Figura 32 Zhvillimi i WiMax

3.10 Teknologjia 3G në shtresën e datalink-ut
Për dallim me modelin rreth-rrotullues (circuit-switched) të sistemeve celulare të më
parshem, LTE (Long Term Evolution), është dizajnuar për të mbështetur vetëm shërbimet e
pakove rrotulluese (packet-switched).
Kjo ka për qellim të ofroi IP (Internet Protocol) që lidhet mes pajisjes së përdoruesit
dhe pakos së internetit pa ndonjë pengese deri tek aplikacioni i përdoruesit të fundit .
Përderisa termi LTE përfshinë zhvillimin e sistemit universal të telekomunikacionit,
qasjes – radio përgjatë evoluimit UTRAN – E – UTRAN, që është shoqëruar nga një
evoluim i aspekteve non-radio nën termin zhvillimi i sistemit arkitekturor, që përfshinë
bërthamën evoluese të rrjetit.
Bartësi është një rrjedhje e pakos IP me një kualitet të definuar të shërbimit mes
portës dhe UE-së.
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ESP i siguron përdoruesit në lidhje IP tek një PDN për qasje në internet. Një bartës i
ESP-së është i lidhur me një QoS. Një përdorues mund të jetë i lidhur me thirrjet me zë në
të njëjtën kohë që është duke përdorur web-faqet ose është duke shkarkuar ndonjë gjë.
Kjo është arrit nga disa elemente të rrjetit ESP që kanë role të ndryshme. Figura e
parë tregon arkitekturën e rrjetit në përgjithësi, duke përfshi elementet e rrjetit dhe shtresat
standardizuese. Në nivel të lartë, rrjeti është i përbërë nga CN (EPC) dhe E-UTRAN qasje
në rrjetë.

Figura 33 Elementet e rrjetit EPS

CN përbëhet nga nyjet logjike, qasja e rrjetit është bërë esencialisht vetëm për nyje.
Përfshirja e Nobe-B (e Nobe B) që lidhet me UE-s. Secila prej këtyre elementeve që lidhet
me UE-s. Secila prej këtyre elementeve të rrjetit janë të ndërlidhura me anë të shtresave të
rrjetit dhe janë të ndërlidhura me anë të shtresave standardizuese në mënyrë që të lejoj
ndërveprimin mes tyre.
Kjo i jep operatorit mundësinë të lëshoj rrjete të ndryshme prej shitëseve të
ndryshëm. Në fakt, operatori i rrjetit mund të zgjedhë rrjete të ndryshme prej shitëseve të
ndryshëm dhe gjithashtu operatori i rrjetit mund të zgjedhë në implementimin e tyre fizike
për të ndarë ose për të shkrirë këto elemente logjike të rrjetit që varet nga vlerësimi
komercial. Ndarja funksionale mes EPC dhe E-UTRAN është dhënë në figurën .
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Elementet e rrjetit ESC dhe E-UTRAN janë përshkruar më detalisht më
poshtë.

Figura 34 Ndarja funksionale ndërmjet E-UTRAN dhe EPC
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4

Deklarimi i problemit dhe pyetjet hulumtuese

Wireless rrjetet sot janë bërë pjesë fundamentale e infrastrukturës rrjetëzuese – Internetit.
Mirëpo, standrdizimi i tyre në pikëpamje të aplikueshmërisë është ende i jounifikuar.
Kështu, kërkesat e përdoruesit mund të jenë në: mbulueshmëri, shpejtësi të komunikimit,
dimenzionet fizike të pajisjeve – faktori i mobilitetit, shpenzimi i energjisë së pajisjeve
komunikuese etj.
Duke qenë se karaktersitikat e shtresës fizike dhe asaj të linkut definojnë performancat e
teknologjisë në funkcion të metrikës së përmendur, punimi në një masë të madhe prezanton
faktorët kyç të modulimit dhe kodimit, të brezeve të frekuencav.
Nnë literaturë mungon një analizë komparative inxhinierike e cila është e përqëndruar në
vendin e aplikimit.
Andaj, fokusi i kësaj teze është klasifikimi arsyeve inxhinierike që kan si pasojë
karakteristikat aplikative të wireless teknologjive më të zakonshme të qasjes në Internet sot.
Tendenca e këtij punimi është që të jap përgjegjje në këta pyetje hulumtuese:
-

Përse teknologjitë e ndryshme wireless përdorin metoda dhe algoritme të ndryshme
në nivel të shtresës fizike dhe MAC, përkatësisht përse nuk kemi standardizim në
këtë drejtim?

-

Si ndikojnë metodat dhe algoritmet e ndryshme të nivelit fizik dhe link layer në
performasat specifike të teknologjive moderne të qasjes në internet?

-

Si klasifikohen rrjetet wireless në domenin e aplikueshmërisë, duke u bazuar nga
predispozitat- specifikat teknike të tyre (modulimit, multipleksimit, etj.)
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5

Metodologjia

Punimi paraqet një analizë kualtiative mbi metodat ekzistuese të komunikimeve pa tela në
nivel të shtresës fizike dhe asaj të linkut.
Nga pikëpamja metodologjike, në këtë punim janë dominante dy metoda:
a) Metoda analitike dhe
b) Metoda komparative
Duke përdorur metodën analitike, janë dekompozuar elementet inxhinierike kyçe të cilat
direkt ndikojnë në përformancat e rrjetit. Këtu në rend të parë kemi përfshirë performancat
në pikëpamje të: shpejtësisë në bps, mbulueshmërisë, imunitetit në interferencë, në shkallën
e mobilitetit të pajisjeve dhe dimenzioneve fizike të pajijeve mobile, etj.
Duke përdorur metodën komparative, kemi krahasuuar rezultatet e arritura praktikelaboratorike nga punimet përkatëse shkencore në pikëpamje të lartëpërmendura.
Nga këto analiza dhe obzervime, kemi përmbledhur përfundimet përkatëse.
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6

Analiza komparative

Analiza komparative e përfshirë në këtë punim shqyrton aspektet e ndryshme teknike të
cilat kan si pasojë karakteristikat praktike të teknologjive përkatëse. Këta karakteristika
pastaj kualifikojnë teknologjinë përkatëse për implementime në aplikacionet e caktuara.
Sikur kemi përmendur, koncepti i rrjetit të qasjes është relativ, sepse varet nga distanca e
qasjes. Kështu, nëse kemi një access point në një afërsi relativisht të vogël, si rrjet i qasjes
mund të përdoret WiFi rrjeti. Në vijim krahasojmë nga aspektet e ndryshme rrjetet të cilit
ne këtu i kemi kualifikuar si rrjete wireless të qasjes të përdorimit të gjërë.

6.1 WiFi dhe WiMax
Siç është cekur, WiFi ka operuar fillimisht në frekuencën prej 2,4 GHz e pastaj në 5 GHz,
ndërsa verzionet e reja (802.11n+) nënkuptojnë përdorimin e të dy spektreve. Pasi që këto
frekuenca i takojnë brezit ISM, fuqia e sinjalit dalës është e kufizuar. Kjo e bën WiFi
teknologjinë të jetë e shtrirjes relativisht të vogël. P.sh. sipas autorëve Banerji dhe
Chowdhury’s (2013), kjo shtrirje ka radius brenda ndërtesës prej rreth 20m ndërsa jashta
rreth 100 m.
Në nivel të shtresës fizike, WiFi inkuadron MIMO-OFDM teknologjinë, me gjerësi të
kanaleve nga 40 MHz. Kjo e kualifikon për shpejtësi të mëdha të përcjelljes e cila shënohet
teoretikisht deri në rreth 600 Mbps.
WiMax operon në brezin e licencuar dhe të palicencuar dhe ka dy varianta: kur përdoret
vetëm në linjën e pamjes direkte midi emituesit dhe pranuesit dhe kur përdoret jashta
pamjes direkte. Brezi i frekuencave shtrihet nga 2GHz e deri në 11 GHz, kur kjo teknologji
përdoret për transmetuesit/marrësit pa pamje direkte optike. Ky brez është shumë më i lartë
për LOS (Line of Sight) aplikacionet. Në secilin rast, pasi që ky standard është i projektuar
për një numër më të madh të klijentave, gjerësia e kanalit është diçka më e vogël në
krahasim me WiFi, konkretisht prej 1,25 MHz e deri në 20 MHz. Në fakt, derisa MAC
shtresa e WiFi teknologjisë është e projektuar për dhjetra klienta, MAC shtresa e WiMax
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teknologjisë është e projektuar për mijëra përdorues. Për shkak të përdorimit të brezit të
licencuar, fuqia dalëse e transmetuesve është më e madhe në krahasim me WiFi, andaj edhe
arrihen distancat më të mëdha.
Karakteristikat e përmendura teknike, implikojnë disa karakteristika praktike që i listojmë
në tabelën në vijim.

Duhet pasur para syshë se frekuencat operabile për WiMax janë dhënë për verzionet e
ndryshme të këtij standardi. Versionet e reje sot përdorin frekuencat deri në 6 GHz për
aplikacionet mobile, ndërsa mbesin kryesisht në brezin prej 2-11 GHz për aplikacionet
fikse.
Një dallim esencial midis WiFi dhe WiMAx qëndron në përkrahjen për QoS dhe për
Mobility Management në nivel të MAC shtresës. Në fakt, në nivel të qasjes në medium,
WiFi përkrahë CSMA/CA teknikën dhe nuk garanton kualitet të servisit në pikëpamje të
vonesës. Kjo është përmirësuar deri në një masë të duhur në versionin 802.11e ku QoS
ofrohet deri në një masë vetëm duke përdorur prioritizimin e frejmave. Në anën tjetër
WiMax është i projektuar për të përkrahur në mënyrë të mirëfilltë zërin dhe video në kohën
reale.
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6.4 Krahasimi i përgjithshëm ndërmjet 3G, WiFi dhe WiMax
Edhe pse WiFi dhe 3G, nga pikëshikimi i pozicionimit në rrjetin me komutim paketit janë
të pakrahasueshme, sot shumë vende, pjesë të qyteteve, apo qytetet, mbulohen me WiFi.
Kështu, kufiri midis WiFi dhe WiMax është i minimizuar, sikur se edhe kufiri midis
WiMax dhe 3G. Andaj, këtu përfshijmë në një rrafsh krahasues speciikat e tyre të
implikuara nga shtresa fizike dhe MAC shtresa.
Sikur se cekëm, komutimi i paketave nëpërmes wireless teknologjive është në dispozicion
qe më shumë se pesëmbëdhjetë vite. Sot, 3G, WiFi dhe WiMax janë standardet më të
popullarizuara. Industritë telekomunikuese shpresojnë që 4G dhe tani edhe 5G do të sjell
një të ardhme të re, sepse 3G ka dëshmuar mjaftë në ofrimin e kualitetit të konektivitetit të
përdoruesit mobil. Prandaj industritë telekomunikuese dëshirojnë që ta okupojnë tregun
edhe më shumë me shpërndarjen e internetit pa tela duke përdorur teknologjinë 3G. Në
anën tjetër, krahasuar me WiFi dhe WiMax, 3G akoma është relativisht e ngadaltë. Veç
kësaj, me standardin e ri IEEE WiFi, 802.11n, WLAN bëhet edhe më i fuqishëm se më parë
dhe mund të tejkaloj shumë nga kufizimet e së kaluarës, ashtu edhe mbulesën, stabilitetin
dhe shpejtësinë. Ai ngadal po i tejkalon edhe disa nga kapacitet e (Ethernet) rrjetave të
vjetra me tela. Një përparësi e një rrjeti me tela është siguria e tij, por dobësia e tij më e
madhe është dizajni i shtegut. Në një qytet, për ta lidhur një linjë në një shtëpi apo ndërtesë
është e lehtë, megjithatë në distancë apo në zonat rurale është çështje e madhe. Kështu që
WiMax duket si një zgjidhje e mundshme.

77

Tabela 4 Teknologjitë aktuale të qasjes së internetit

Emri
Parametrat
Standardi

3G

WiFi

WiMax

WCDMA

IEEE 802.11 a/b/g/n

IEEE 802.16 d/e

CDMA2000
Përkrahësi

ITU

Aleanca WiFi

Forumi WiMax

Brezi

2100 MHz ~ 2200

2.4 GHz

2-11 GHz për të

MHz

fiksuarat
10-66 GHz për të
lëvizshmet

Mbulesa

1~5 km

100 m ~ 1000 m

Maksimumi
10~50 km

Aftësia automatike

Më e larta

E ulët

E ulët

Rangu i të dhënave

384 kbps

54 Mbps (a/g)

70 Mbps

200 Mbps (n)
Lëvizshmëria

100 km/orë

<20 km/orë

120 km/orë

Pajisjet

Telefonia celulare

Telefonia celulare/

PC/NB

PC/NB
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Tabela 5 Krahasimi i përgjithshëm ndërmjet 3G, WiFi dhe WiMax

Standardi
Parametrat

3G

WiFi

WiMax

2(< 1 km)

3

1 (1 ~ 5 km)

Rangu i të dhënave

3 (< 300 kbps)

1 (~ 25Mbps)

2

Throughput

3

2

1

Lëvizshmëria dhe

1

3

2

Mbulesa (me vetëm
një shtyllë)

automatizimi
1: Shumë mirë, 2: Mirë, 3: Dobët

3G, WiFi dhe WiMax kanë teknologjitë e tyre themelore unike, por teknologjitë e tyre janë
pjesërisht të bllokuara. 3G mund të jetë një mënyrë e qasjes në internet si dhe WiFi dhe
WiMax mund të ofrojnë shërbimin VoIP si një alternativë të telefonatave tradicionale.
Megjithatë në tabelën 4, mund të vërehet se për shërbimin e internetit, 3G është shumë e
ngadaltë për shërbim në kohë reale, siç mund të jetë shkarkimi i skedarëve me kapacitet të
madh apo shikimi i TV-së online. Për shërbimin e thirrjes telefonike, kualiteti i VoIP nuk
është aq i mirë sa 3G për shkak të çështjes së dizajnit. 3G është teknologji telekomunikimi,
ndërsa WiFi dhe WiMax janë teknologji interneti. Ato ishin dizajnuar për qëllime të
ndryshme. Edhe pse këto teknologji e mbulojnë njëra tjetrën në fushën e aplikimit, është e
pamundshme që ta zëvendësojnë njëra tjetrën. Mbulimi mund të trajtohet thjeshtë si një
përkrahje. Është më mirë që telefonia celulare të mbetet si një telefoni celulare.
Deri më tani nuk ekziston një teknologji e vetme që mund të plotësoj të gjitha kërkesat e
ndryshme. Në zonat lokale WiFi ka aftësi të forta dhe WiMax është dizajnuar si një zgjerim
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i lidhjes ADSL apo lidhjes kabllore. Prandaj e ardhmja e teknologjive pa tela do të duhej që
të krijohej me bashkëpunimin dhe integrimin e këtyre teknologjive.

6.5 Spektri i përhapjes me sekuencë të drejtpërdrejtë
Për standardet origjinale të trashëguara 802.11 dhe 802.11b që përdorin teknikat
modeluese me spektër të përhapjes me sekuencë të drejtpërdrejtë (ang. Direct – Sequence
Spread Spectrum – DSSS). Si me teknologjitë tjera të spektrit të përhapjes, sinjali i
transmetuar merr më shumë brez të gjerësisë se sa sinjali i informacionit i cili modulon
frekuencën e bartësit apo transmetuesit. Emri “spektri i përhapjes” vije nga fakti që bartësi i
sinjalit shfaqet në të gjithë brezin e gjerësisë (spektrit) të frekuencës transmetuese të
pajisjes.
DSSS transmetuesit shumëzojnë të dhënat e transmetuara nga një sinjal i “zhurmës”.
Ky sinjal i zhurmës është një sekuencë e rastësishme e vlerave 1 dhe -1, të një frekuence
më të madhe se ajo e sinjalit origjinal.. Pastaj, kjo sekuencë e vlerave të rastësishme rikrijon
të dhënat origjinale në anën pranuese pasi që 1 x 1 = 1 dhe -1 x -1 = 1. Procesi i tillë quhet
si “shpërhapje”.
Nëse një transmetues i padëshiruar transmeton në kanalin e njëjtë por me sekuenca të
rastësishme të ndryshme (apo fare pa sekuenca të rastësishme), procesi i shpërhapjes
rezulton në përpunime pa përfitime të atij sinjali.
Për t’i vërejtur këto më mirë, i mbetet lexuesit të kësaj teme që të përdori dy vegla
nga kompania Tektronix, e që janë RSA5000 dhe RSA6000 analizuesit e spektrit në kohë
rale me të cilët mund të zbuloni shumë shpejtë, pushtoni dhe identifikoni sinjalet e radio
frekuencave.
Këto dy vegla mund të shkarkohen nga faqja vijuese [27].
Nëse përdorues zgjedhë që të marr SignalVU-PC atëherë do t’i paraqitet një pamje e
ngjashme me figurën 36.
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Figura 35 SignalVU-PC ofron të gjitha detajet për standardet 802.11

Gjithashtu për matje të spektrit me pajisje, do të mund të përdorej Osciloskopi i cili në
mënyrë vizuale do të paraqite spektrin.
6.5.1 Problemet e fushës elektromagnetike
Sipas [14] dhe [15] theksohet se aty ku ekziston fusha elektrike, ekziston edhe fusha
magnetike, prandaj fusha e cila i përmban që të dy këto veti quhet fushë elektromagnetike.
Në pikëpamje të asaj se si ndryshon fusha elektromagnetike me kohën, problemet e
fushës elektromagnetike ndahen në:
a) dinamike
b) stacionare
c) kuazistacionare
d) statike
Në problemet dinamike komponentët e fushës elektromagnetike në mënyrë intensive
ndryshojnë me kohën.
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Në problemet stacionare komponentët e fushës elektromagnetike nuk ndryshojnë me
kohën, mirëpo mund të jenë prezente rrymat e konduksionit dhe/ose ato të konvekcionit.

Problemet kuazistacionare në esencë janë probleme dinamike, të cilat, pa ndonjë
gabim të madh, mund të zgjidhen sikurse problemet stacionare. Kusht i nevojshëm dhe i
mjaftueshëm për këtë është që rryma e konduksionit të jetë më e madhe se rryma e
zhvendosjes.
Kushti që fusha elektromagnetike të jetë kuazistacionare plotësohet në këto dy raste:
a) Në përçuesit e mirë, sepse përçueshmëria e tyre është mjaft e madhe,
b) Në frekuenca të ulëta, ku ndryshimet e fushës me kohën janë të ngadalshme sikurse
edhe vlerat e derivatet parciale sipas kohës.
Te fushat të cilat ndryshojnë me kohën sipas ligjit periodik të thjeshtë kushti që fusha
të jetë kuazistacionare përkufizohet në varësi të gjatësisë valore dhe madhësisë së domenit
ku vështrohet fusha. Në ndonjë domen problemi është kuazistacionar nëse dimensionet e
domenit janë shumë më të vogla se gjatësia valore.
Për shembull, për frekuenca industriale, f=50 (Hz), gjatësia valore do të jetë
përafërsisht e barabartë me 6000 (km). Andaj, problemet në këto frekuenca mund të
trajtohen si probleme stacionare. Përkundër kësaj, në telekomunikime përdoren frekuencat
dukshëm më të larta, kështu që për frekuenca të radio valëve, f=100 (MHz), gjatësia valore
do të jetë përafërsisht e barabartë me 3 (m), kështu që brenda hapësirës së dhomës së
mësimit, problemet duhet të trajtohen rregullisht si dinamike.
Te problemet statike komponentët e fushës nuk varen nga koha. Në këto raste nuk ka
rryma të konduksionit e as të konveksionit.
Meqë të dy nënsistemet janë të pavarur ndërmjet veti, atëherë mund të konstatohet se
ndërmjet dukurive të fushës elektrostatike dhe atyre të fushës magnetostatike nuk ka lidhje
të drejtpërdrejtë.
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6.5.1.1 Shumëllojshmëria e shumë shtigjeve
Kanali i brezit të gjerë sipas [2] mundëson pranuesin për të zgjedhur një numër të
madh të komponentëve me shumë shtigje. Kjo rritë shumëllojshmërinë në kanalet me
vonesë të mjaftueshme të shpërndarjes të komponentëve dhe rritë efikasitetin kur
krahasohet me brezin e ngushtë të sistemeve CDMA ose TDMA. Me shumëllojshmëri të
shumë shtigjeve kopjes e sinjaleve të pavarura janë krahasuar në domenin e kohës, me
supozimin se sinjalet që arrijnë me vonesa të ndryshme nuk lidhen plotësisht.
Shumëllojshmëria e shumë shtigjeve nuk është në dispozicion tek të gjitha hapësirat.
6.5.1.2 Makro shumëllojshmëria
Makro shumëllojshmëria mund të përdoret si në lidhjen ngarkuese ashtu edhe në atë
shkarkuese për të kombinuar sinjalet e transmetuara apo pranuara nga shumë stacione bazë.
Në sinjalet ngarkuese kopjet janë krahasuar nga senzorët e ndarë në hapësirë apo antenat
me venitje të pavarur. Në lidhjen shkarkuese, transmetohen shumë kopje të të njëjtin sinjal
nga lokacione të ndara të hapësirës, prapë për të arritur venitje të pavarur.
6.5.1.3 SSDT
Karakteristikat gjithashtu përfshijnë një opsion shtesë për makro shumëllojshmëri të
lidhjes ngarkuese, e njohur si zgjedhja e faqes së transmetimit të shumëllojshmërisë (SSDT
– Site Selection Diversity Transmission). Në SSDT pajisja e përdoruesit mbanë një listë të
vargut aktiv të celulave, dhe përcakton celulën “parësore”. Të gjitha celulat tjera emërohen
si “jo parësore”. Secilës celulë i ndahet një identifikim i përkohshëm (ID) dhe se pajisja e
përdoruesit në mënyrë periodike informon një ID të celulës parësore tek stacioni bazë duke
përdorur një fushë sinjalizuese të lidhjes ngarkuese. Kanali i dedikuar në celulat jo parësore
ndalin energjinë e transmetimit. Celula me ID parësore mund të sinjalizohet 1 deri 5 herë
për 10 ms korniza, me formate të ndryshme sinjalizuese. SSDT është aktivizuar nga
sinjalizimi i shtresës së lartë. Më tutje, i tërë ngarkimi i ID celulës është bartur nga një
shtresë më e lartë sinjalizuese. Kështu zgjedhja e faqes mund të bartet pa intervenime të
rrjetit, duke e dalluar nga dorëzimi i vështirë tradicional.
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Objektiva kryesore e SSDT-së është të reduktoj interferencën për shkak të
transmetimeve të shumta në një gjendje të lehtë dorëzuese. Në thelb është një koncept i
zgjedhjes së antenës e kombinuar me akordimin e fuqisë efektive, dhe së bashku këto rrisin
edhe shumëllojshmërinë edhe efikasitetin e energjisë.
6.5.1.4 Shumëllojshmëria kohore.
Lejimi UTRA ’99 përkrahë tipin1 të protokollit Përsëritja Automatike e Kërkesës
(ARQ – Automatic Repeat Request), ku kornizat e gabuara janë hedhur dhe korniza
përsëritet më vonë. Nëse korniza përsëritet pas një kohe të mjaftueshme kohore (pas kohës
koherente të kanalit), ARQ ofron shumëllojshmëri të kohës. Shumëllojshmëria e kohës
gjithashtu mund të shfrytëzohet përmes përdorimit të kombinuar brenda largimit dhe
përparimit të kodeve të përmirësimit të gabimeve (FEC – forward error correction).
6.5.1.5 Shumëllojshmëria e antenave pranuese
Sipas [2] shumë antena pranuese mund të zbatohen si në stacionet bazë ashtu edhe
në pajisjet e përdoruesit për të kapur shumëllojshmëri të hapësirave pranuese.
Shumëllojshmëria pranuese lehtë mund të përdoret në stacionin bazë për të përmirësuar
kapacitetin e lidhjes ngarkuese ose të mbulimit. Shpesh, megjithatë, për shkak të
konsideratave të hapësirave dhe kostove nga ana e prodhuesve tentojnë që ti shmangen
zbatimit të shumë antenave në terminalet e vogla që mbahen në dorë. Megjithatë,
shumëllojshmëria pranuese është njëra nga teknikat më efektive të shumëllojshmërisë. Për
më tepër, për përfitime të shumëllojshmërisë, pranimi i fuqisë së sinjaleve të grumbulluara
teorikisht është Nr dështime, kur krahasohet me pranimin e një antene të vetme.
6.5.1.6 Shumëllojshmëria transmetuese
Është zhvilluar një përparim i devotshëm në 3GPP për të zhvilluar zgjedhje të
shumëllojshmërisë efikase të transmetimit për përmirësimin e kapacitetit të lidhjes
shkarkuese. Metodat e shumëllojshmërisë transmetuese ofrojnë gjithashtu shumëllojshmëri
të hapësirës për terminalet me vetëm një antenë pranuese, dhe në atë mënyrë mbajnë
ndërlikimin në stacionin bazë. Në mënyrë tipike, në një stacion bazë 3G, elementet e
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antenave transmetuese janë relativisht afër njëra tjetrës. Në këtë rast profili i vonesës në
thelb është i njëjtë për çdo element transmetues.
6.5.2 Dinamika e teknologjive pa tela
Sipas [4], [6], [7] dhe [8] theksohet se përhapja e teknologjive pa tela ka filluar qysh
nga fillimi i mileniumit. Popullariteti i rrjetave pa tela është rritur shumë shpejt për shkak të
standardizimit efektiv. WiFi na ka ushqyer, duke na mundësuar lëvizjen nëpër zyre dhe
vende publike me laptopët tanë dhe pajisjet e dorës duke mbetur të çastit, me qasje të pa
garantuar tek rrjetat e brendshme dhe internetin e kompanive tona. WiMAX është hapi
tjetër rrugës për kah rrjeti pa tela botëror, duke zgjeruar kështu rrjetin e gjerë të qasjes pa
tela në lokacione të reja dhe në distanca më të largëta, gjithashtu edhe reduktimin kostos
për prurjen e rrjetit të gjerë në zona të reja.
Në mesin e premtimeve në WiMAX është edhe fakti që mund të ofroj zgjidhje edhe
tek problemi që nganjëherë quhet problemi i kilometrit të fundit, duke ju referuar kohës që
duhet shpenzuar për të kyçur shtëpitë dhe zyrat individuale tek linjat e trungut për
komunikime. WiMAX premton një rang të qasjes pa tela deri në 50 km, krahasuar me WiFi
91.5 m dhe Bluetooth 9.15 m. WiMAX nga fillimi ishte dizajnuar që të jetë në
përputhshmëri të plotë me standardet Evropiane – diçka e cila nuk ndodhi me 802.11a dhe
vonoi me përshtatjen e saj.
Koncepti i përgjithshëm i zonës së rrjetës pa tela metropolitane, e parashikuar në
802.16, fillon me atë që quhet rrjeti i fiksuar pa tela. Këtu, shtylla e stacionit bazë është e
lidhur me një rrjet publik, dhe secili stacion përkrahë qindra stacione të abonuara fikse, të
cilat mund të jenë edhe pika të nxehta WiFi edhe rrjeta të ndërmarrjeve me muri të zjarrtë.
Stacioni bazë do të përdorte shtresën e kontrollit të qasjes së mediave të përcaktuar në
standard, një ndërfaqe të përbashkët që i bënë rrjetat bashkë operuese, dhe do të caktonte
një lidhje ngarkimi dhe shkarkimi tek abonentët në përputhje me nevojat e tyre, në bazë të
thelbit të kohës-reale.
Më vonë në ciklin e zhvillimit, me 802.16e, është pritur që WiMAX të përkrahë
teknologjinë mobile pa tela- që d.m.th. transmetim të drejtpërdrejtë pa tela tek përdoruesit e
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fundit. Kjo do të jetë e ngjashme me GPRS dhe me 1xRTT e ofruar nga kompanitë
telefonike.
Përcjellja në majën e WiMAX është një standard tjetër, IEEE 802.20, e cila adreson
rrjetat pa tela të zonave të gjëra dhe tani është në zhvillim e sipër; nuk pritet të ketë
përkrahjen e 802.20 e produkteve para vitit 2006.
Si takim i llogaritjes dhe komunikimeve në platformat dhe teknologjitë pa tela të
rrjetit të gjerë, do të lartësohet kërkesa për lëvizshmëri të vërtetë. Kur të ndodhë kjo, liderët
e industrisë duhet të jenë të gatshëm që të dorëzojnë teknologjitë, infrastrukturën, pajisjet,
dhe shërbimet që mundësojnë përdoruesit të qëndrojnë të lidhur nëpërmjet teknologjisë më
të mirë të mundshme edhe nëse ata janë në lëvizje –përgjatë dhomës, përgjatë rrugës, dhe
përgjatë globit. Ky gjithherë është qëllimi-më-i-mirë-i-lidhjes, në të ardhmen në të cilin
teknologjitë grupi i gjerë si 3G, UWB, WiFi dhe WiMAX do të punojnë në mënyrë
sinergjike për të dorëzuar të dhëna të sigurta në çdo kohë dhe në lidhje të kudoshme. Këto
rrjeta pa tela të mbivendosura do të ofrojnë zgjidhjen e përdoruesve për lidhjen më të mirë
të mundshme. Në fakt, lëvizshmëria e mundësuar nga teknologjia pa tela kërkon
mbivendosje ndërmjet rrjetave dhe koekzistencë përgjatë teknologjive - me dhe pa tela.
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Figura 36 Evoluimi i teknologjisë së qasjes pa tela.
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Të gjitha teknologjitë pa tela të shpejtësisë së lartë (3G, WiFi, WiMAX dhe UWB)
do të bashkekzistojnë, punojnë së bashku që të takojnë nevojat e ofruesve të shërbimit dhe
përdoruesve për llogaritje të vërtetë lëvizeshe dhe komunikimet anembanë globit. Asnjë
teknologji e vetme nuk do të jetë dominuese apo fikse – të gjitha nga to takojnë kërkesat
unike të përdoruesve në botën e lidhur pa tela. Në fakt, shumica e zgjedhjeve të forta pa tela
do të përdorin kombinimin e teknologjive për të mundësuar rritjen e lëvizshmërisë.
Është kjo kërkesa për lëvizshmëri e cila do të vazhdoj të nxis konvergjencë dhe të
ndryshoj industrinë e komunikimeve. Për këtë qëllim, liderët e industrisë janë duke
zhvilluar standarde të reja të rrjetave pa tela anembanë globit. Ndërkaq, bartësit kanë
zvogëluar zgjerimin e rrjetit fibër në parashikimin e teknologjive të reja pa tela. Inxhinierët
janë duke fokusuar zhvillimin e ri në produkte dhe shërbime që do të mundësojnë
komunikimet e brezit të gjerë të rrjetit pa tela në një shkallë më të gjerë.
6.5.3 Mundësitë për teknologjitë pa tela
Rrjeti i brezit të gjerë pa tela paraqet mundësinë më të zbatueshme për të
përmirësuar komunikimet një miliardë njerëzve të cilët tani gëzojnë qasjen në internet, dhe
që të lidhin pesë përdoruesit e ri të projektuar. Është gjeneruar një vrull i madh rreth
komunikimeve pa tela ashtu që dekada e re është caktuar nga disa industri udhëheqëse si
një epokë e brezit të gjerë pa tela.
6.5.4 Gjithherë lidhja më e mirë
Telekomunikimi është shkrirja e zërit, të dhënave (WAN), LAN, video, imazhit, dhe
teknologjive komunikuese pa tela me PC dhe teknologjitë mikro-elektronike për të
lehtësuar komunikimet ndërmjet njerëzve apo për të dërguar gostitjet, informacionet, dhe
shërbimet tjera tek njerëzit. Njerëzit anembanë globit janë në lëvizje, dhe ata dëshirojnë që
të gjitha komunikimet e tyre ta përkrahin këtë lëvizje. Telekomunikimi paraqet një
konvergjencë të këtyre teknologjive në rrjeta dhe sisteme që shërbejnë njerëzit në botë.
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Figura 37 Skenar i lidhjes gjithherë më të mirë

Pasi që lidhja pa tela po bëhet gjithherë e më e përhapur dhe komplekse, ofrimi i
shërbimit në shumë nivele të mundshme të përdoruesve pa tela duke përdorur pajisje të
ndryshme gjithashtu po bëhet më e komplikuar. Për të akomoduar këto sfida dhe për të
përgatitur një të ardhme ku nuk do të ketë barriera në qasje duke përdorur pajisjet e dorës,
portative, apo të fiksuara, inxhinierët janë duke shqyrtuar se cilat masa duhen për të krijuar
një “ komunikues gjithherë më të mirë të përgjithshëm”, një zgjedhje që është e aftë të
komunikoj pa marr para sysh opsionet në dispozicion të lidhjes tek përdoruesi.
6.5.5 Qëllimi
Sipas [6] qëllimi i cili paraqitet tek industritë komunikuese është që të mbajnë
përdoruesit “gjithherë me lidhjen më të mirë”.
Për të arritur skenarin e gjithherë të lidhur më së miri, përdoruesit do të përziejnë
takojnë platforma të lëvizshme dhe teknologji pa tela për të takuar kërkesat e tyre unike,
duke ju mundësuar atyre që në mënyrë virtuale të jenë të kyçur në çdo kohë, në çdo vend.
Rrjeti pa tela i zonës së gjerë mund ta arrijë qëllimin e lidhjes gjithherë më të mirë
nëpërmjet skenarit vijues:
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•

Të gjitha llojet e rrjetave pa tela do të shpërndahen anembanë globit.

•

WiFi pikat e nxehta do të përhapen në vende publike, biznese, dhe shtëpi.

•

Shtëpitë dhe bizneset do të shtojnë UWB (kur të jetë e mundshme) për
shpërndarjen më të shpejtë të përmbajtjes me përkufizim të lartë.

•

Gjenerata e parë e teknologjisë WiMAX do të shtrihet gjerësisht për të
ofruar lidhje të zonës së gjerë në distanca të mëdha për WiFi pika të nxehta
si për celular ashtu edhe për ndërmarrje.

•

Të shtohet lidhja 802.16e WiMAX në zonat me popullim të dendur që të
ofroi një mburojë të qasjes së të dhënave në zonën e gjerë pa tela tek laptop
përdoruesit lëvizës.

•

Inovacionet në teknologjitë 3G do të shtojnë aftësi të të dhënave novatore
tek përdoruesit e PC pajisjeve të dorës.

6.5.6 Sfidat
Mundësimi i një pajisjeje të tillë me lidhje të gjithmbarshme paraqet një numër të
vështirësive të sfidave teknologjike. Ato përfshijnë me sa vijon:
Integrim dhe koordinim të shumë radiove – ndërtimi i receptorit (apo pajisjes tjetër)
fillon me sfidën e integrimit të shumë radiove.
Rrjetëzim inteligjent – kjo i referohet bredhjes (ang. roaming) dhe pa duar.
Përdoruesit presin që të bredhin brenda dhe ndërmjet rrjetave ashtu si bëjnë me
telefonat celular të tyre.
Menaxhimi i energjisë –pasi receptorët dhe pajisjet tjera zhvillohen për të nisur
aplikacione më të pasura, menaxhimi i energjisë do të bëhet një sfidë edhe më e
madhe.
Përkrahja për identitetin dhe vërtetësinë e rrjetave të kryqëzuara – ofron mjete të
besueshme, efikase dhe përdorim të modelit të duhur me qëllim që arritja e
identitetit është një çështje kyçe në ndërlidhjen e rrjetave të kryqëzuara.
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Përkrahje për lloje të pasura të mediave –shtimi i një brezi me gjerësi të lartë i
lidhjes pa tela të zonës së gjerë, siç është WLAN ose disa rrjeta celulare të ardhme
UMTS apo EVDV/O, do të hapin mundësi të reja për ofrimin e mediave të pasura
në pajisje dore.
Platformë të fuqishme llogaritëse, të ndryshueshme –mbështetja e një komunikuesi
të gjithëmbarshëm – pajisja klasë duhet të jetë e ndryshueshme, e fuqishme dhe
qëllimi kryesor të jetë përpunimi i platformës.
Përdorshmëri e përgjithshme e pajisjeve – sfida finale që qëndron në ndërtimin e një pajisje
të rrjetit të shumëllojshëm është përdorshmëria.
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7. Përfundimi
Teknologjitë pa tela sot kan zën vend shumë të rëndësishëm në botën e komunikimeve
elektronike. Në fakt, sipas shumë studimeve dhe raporteve teknike njëri nga trendet
kryesore teknologjike parashihet të jetë komunikimi pa tela, përkatësisht rritja dhe
përmirësimi i performancave të wireless teknologjive në aspekte të ndryshme.
Kur flitet për performanca të wireless rrjeteve, duhet cekur se ata i nënshtrohen metrikave
të ndryshme, varësisht nga mënyra dhe vendi i përdorimit. Kështu, sot për këtë arsye kemi
WBAN, WPAN, WLAN, WMAN dhe WWAN rrjete, që i klasifikon rrjetet pa tela përnga
shtrirja gjeografike. Tani, në domenin e WBAN dhe WPAN rrjeteve, lufta kryesore për
performanca bëhet në pikëpamje të shpenzimit të energjisë. Në anën tjetër, kur flasim për
WLAN rrjete, atëhere kemi, para së gjithash, nevojë për shpejtësi më të mëdha të
komunikimit, për derisa kur flasim për WMAN dhe WWAN rrjetet mobile, atëherë duhet
pasur parasyshë mbulueshmërinë, shpejtësitë e komunikimit, çështjen e përdorimit të
frekuencave (të licencuara) etj.
Në këtë tezë janë shtjelluar standardet dhe teknologjitë më të zakonshme të qasjes në
Internet pa tela. Duke qenë se teknologjitë 4G+ ende nuk kan arritur shkallën e lartë të
implementimit, dhe duke qenë se kufijt midis rrjeteve WLAN dhe WMAN si dhe midis
WMAN dhe WWAN janë duke u minimizuar në pikëpamje të mënyrës së përdorimit,
fokusi i kësaj teze ishte i vendosur në tri teknologji: WiFi, WiMax dhe 3G.
WiFi teknologjia ka kaluar nëpër një sëri transformimesh. Përnga brezi elektromagnetik ,
standardet e ndryshme WiFi përdorin breze të ndryshme ISM. Standardet më të aplikuara
përdorin brezet prej 2,4 GHz dhe prej 5 GHz. Mirëpo versionet e reja të WiFi përdorin edhe
frekuencat qëndrore prej disa dhjetra GHz, p.sh. WiGig përdorë frekuencën qëndrore prej
60 GHz. Përdorimi i OFDM teknologjisë dhe MIMO ka nxjerr ngritje të mëdha në shpejtësi
të kësaj teknologjie si dhe evitim të lartë të interferencës.
Duke marrur para syshë se në frekuenca më të larta, ndryshimet e vogla në gjatësi valore
invokojnë ndryshime të mëdha në pikëpamje të brezit e që, sipas teoremës së Shenonin,
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nënkupton shpejtësi më të mëdha të komunikimit, versionet e reja të WiFi teknologjisë sot
kan arritur shpejtësi të komunikimit më tepër se 7 Gbps. Në pikëpamje të mbulueshmërisë,
WiFi ka një limitim kryesorë: duke qenë se është fjala për frekuenca të palicencuara, fuqia
transmetuese e sinjalit duhet të jetë e kufizuar me rregullativën ligjore të shtetit përkatës.
Kjo fuqi, për WiFi teknologjinë është variabile nga shteti në shtet, për gjendet në
diapazonin prej 100 mW deri në 1 W. Në anën tjetër, kur rrisim frekuencën deri në nivel të
vlerave prej dhjetra Gbps, këta valë elektromagnetike nuk mund të penetrojnë muret.
Kështu, këta sisteme shumë të shpejta mund të përdoren vetëm brenda një dhome (ku mund
të përdoret dukuria e refleksionit). Për tu përdorur brenda ndërtesës, prodhuesit i bëjnë
pajisjet backward kompatibile dhe mundësojnë kërcimin adaptiv në frekuenca dhe varianta
tjera (802.11g/n etj.) të këtij standardi, me qëllim penetrimin e mureve.
Për shkak të veçorive të lartëpërmendura, WiFi teknologjia ka zënë pozitën kryesore në
indoor rrethanat. Por, jo rrallë kohëve të fundit përdoret edhe për outdoor point-to-point
linka, duke përdorur antenat direktive.
Sa i përket WiMax teknologjisë, brezi dhe frekuencat e përdorimit e bën këtë teknologji të
përshtatshme për aplikimet në vijim:
-

Për aplikacionet mobile brezgjërë midis qyteteve, me anë të pajisjeve të ndryshme

-

Si alternativë mobile për “last mile” qasjen

-

Për VoIP dhe IPTV nëpër wireless.

WiMax është wirless teknologji e cila është e fokusuar në multimedia dhe QoS. Kryesisht
përdoret në frekuencat prej 2 GHz deri në 11 GHz për non-line-of-sight aplikacionet dhe
prej 10 deri në 66 GHz për LOS aplikacionet. Versionet e reja përdorin scalable OFDMA
për qasje të shumëfishtë dhe poashtu edhe MIMO përkrahjen. Ky kombinim bie përmirësim
në mbulueshmëri, shpenzim energjie, efiçiencë në brez (e cila është rreth 3,5-3,7 bits/Hz),
etj. Me anë të WiMax teknologjisë mund të arrihen shpejtësitë prej rreth 10 Mbps në
distanca prej disa kilometrash. Praktikisht, në një zonë urbane, mund të pritet që, përdoruesi
i cili ka pajisjen brenda shtëpisë, të realizojë komunikimin me stacionin bazë me shpejtësi
prej 1-4 Mbps derisa ai i cili gjendet afër stacionit bazë deri në rreth 30 Mbps. WiMax
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komunkimet mund të realizohen në distanca prej rreth dhjetra kilometrash, por shpejtësitë e
pëlqyera mund të arrihen vetëm në nivel të disa kilometrave.
Për këtë arsye kjo teknologji mund të përdoret për lidhjen e kampusave, për rrjetëzimin në
nivel të qytetit. Poashtu, është e përshtatshme si zëvendësim i teknologjive fikse kabllovike
në zonat rurale, ku dendësia e vogël popullatës e bën aplikimin e kabllove joekonomik,
ndërsa ku tendenca e provajderit është të instalojë tripple play serviset.
Në fund, për shkak të mundësive të mëdha të romingut, shpenzimit relativisht të vogël të
energjisë, 3G teknologjia ka mibizotëruar shumë shpejt në industrinë e telefonisë celulare.
Shpejtësitë minimale që ofronte kjo teknologji ishin, sipas ITU specifikimit, 200 kbps.
Mmirëpo, shpejtësia e zakonshme arriste rreth 2 Mbps për përdoruesit në lëvizje më të
ngadalshme deri në rreth 300 kbps për përdoruesit në automjete.
Kjo teknologji, për arsyet e mbulueshmërisë së lartë dhe shpejtësive të mëdha në distanca
shumë të mëdha (praktikisht WAN distanca), gjeti shumë përdorim edhe në aplikacionet en
ndryshme të IoT-së, sikur se janë telemedicina, telemetria, etj. Kjo teknologji ende është në
përdorim të gjërë në vendet e pazhvilluara dhe në vendet në zhvillim. Variantat e reja 4G+
ofrojnë shpejtësi shumë më të mëdha të komunikimit.
Përfundimisht, duke u bazuar në karakteristikat dhe specifikat teknike, si dhe në implikimet
aplikative të secilës nga teknologjitë e përfshira në këtë tezë, mund të pohohet se WiFi
teknologjia do të synojë dhe do të mbizotërojë edhe më tej në domenin e wireless
komunikimeve për përdoruesit e palëvizshëm apo të mobilitietit të kufizuar. WiMax
teknologjia është zëvendësim wireless që përdorin provajderat telekomunikues për IP
serviset multimediale. Ndërsa, variantat e reja të telefonisë mobile, janë duke qenë
dominante në domenin e Internetit mobil.
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