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1 INTRODUCTION 
 
The topic of my bachelor thesis is the Internet safety and it is focused on the transla-
tion and translation commentary. The thesis is divided into three main sections. The ap-
pendix includes source texts which were used for my translation, and a sample question-
naire, used for my research.  
 
The theoretical section is concentrated on translation theory and differences between 
English and Czech. However translation theory is very extensive field, so I focused mainly 
on translation methods which are essential for common translation. The main sources for 
this section were the book called K teorii i praxi překladu by Dagmar Knittlová and the 
book called A textbook of translation by Petr Newmark.  
 
The practical section includes translations of two selected text with commentary. The 
topic of texts deals with the topic of the bachelor thesis – The Internet safety. The first 
document called “Rules for parents and their children for safer Internet use” was created by 
Ministry of Education, Youth and Sports of the Czech Republic and it was translated from 
Czech into English. The source of the text is the web site of Ministry of Education, Youth 
and Sports of the Czech Republic and it is written in administrative style. The translation is 
supplemented by translation commentary, which consists of macro and micro approaches. 
Macro approach analyses the source text. The text is written in administrative style and 
typical features of this style are mentioned there. Micro approach describes the methods, 
which I used during the translation and it is based on the theoretical section of my thesis. 
The second text called “Cyberbullying” was created by Microsoft and it was translated 
from English into Czech. It is also supplemented with commentary, which includes macro 
and micro approaches. It is written in popular-scientific style, so I dealt with differences 
between these two texts.  
 
In the third part of my theses, I would like to complement the topic “the Internet safe-
ty” and therefore I have decided to do a research dealing with this topic. I have created a 
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questionnaire based on the research, which was done by Cyberbullying Research Centre. 
On their web site www.cyberbullying.us I had found results of their research, which was 
done from 2002 to 2007 and I have created a questionnaire that can provide similar an-
swers. The random sample used in United States was from 10 to 18 years old, therefore I 
have chosen the Podmostní Primary School, Pilsen and the Secondary Technical School of 
Mechanical Engineering and Secondary Vocational School of Professor Švejcar, Pilsen. 
The total number of respondents was 60 and 45 of them were girls and 15 of them were 
boys. The aim of this research was compare the situation concerning the cyberbullying in 
the Czech Republic and in the United States.  
 
The main goal of this thesis is to provide information about cyberbullying, to show 
this topic as an international issue and the necessity of spreading children’s and parent’s 
knowledge of cyberbullying by translating two different texts dealing with this topic. It can 
also be used in support for further translation on this topic.  
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2 THEORETICAL SECTION 
 
The term Internet safety is closely related to the term cyberbullying, and therefore this 
thesis focuses primarily on this topic.  Cyberbullying is currently a highly discussed topic 
concerning most people, predominantly children all over the world. Although many organ-
izations pay close attention to this issue, the number of victims of cyberbullying is still 
growing.  [1,2] 
 
The best way to prevent cyberbullying is to educate kids about its consequences and 
teach them to respect others and help the victims. Another equally important topic is the 
familiarity of parents with modern technologies that are frequently used by children.  Both 
of these issues are discussed in the translations in the practical part of this thesis. [3] 
 
As already mentioned, cyberbullying is a global problem and therefore it is necessary to 
spread the information all around the world. This is the reason why the author of the thesis 
decided on a translation on this topic. Translations are supplemented by commentary and 
in the beginning, there is also a practical part dealing with translation theory and differ-
ences between English and Czech, as it is necessary to know some general rules for trans-
lation. Not only it is useful to examine the texts in terms of translation and translatology, it 
can be helpful to compare the style and content of both texts, shedding light on the issue in 
general.  
4 
 
 
 
 
 
2.1 Translation process  
 
“Translation is the communication of the meaning of a source-language text by 
means of an equivalent target-language text.” [4] An important task for every translator is 
to (1) understand the general meaning and (2) transform it into another language. The 
translation should also corresponds a certain situation in order to make it intelligible to the 
recipient. The general meaning is closely related to the form, this means that the translation 
is required to maintain the form of the original text, including, for example maintaining the 
numbering of the individual paragraphs. The translation has to preserve also the aesthetic 
value of the original and has to retain the original function. [5] 
 
Therefore we can declare that the translation is very difficult process and it is not on-
ly the mechanical replacement of source language characters by target language characters. 
In case, when the translation complies the conditions above, it can be called a functionally 
suitable. That means, that the translator express the information in target language in such 
a way that it is comprehensible to a recipient of the target language in the same way as the 
original was comprehensible to its recipients. The translator has to make such an operation, 
the result of which is the functional equivalent. The equivalency will be discussed in sub-
sequent chapters. [6, 7] 
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2.2 Differences between English and Czech 
 
Due to the fact, that English and Czech languages are not only typologically, but also 
culturally, historically, socially and geographically distant and distinct from each other, 
very few direct equivalent can be found. In this chapter, I will discuss the partially equiva-
lents. They can be divided into four groups: formal differences, differences in denotation, 
differences in connotation, differences in pragmatics. [8] 
 
2.2.1 Formal differences 
 
1. One word – more words 
 
In comparison with Czech, which is synthetic, flexional language, English is an an-
alytic, isolating language and therefore more multiple-word can be found in English lan-
guage. [9] 
 
Analytic or multiple-word terms in English are used in positive or negative evalua-
tion. For example: old man – děda, poor thing/soul – chudák. There are some cases, when 
one-word Czech expression is equivalent to multiple-words English expression. For exam-
ple: in a little bitty while – za malou chvil/ič/ku, chvil/in/ku. In another case, rational and 
emotional expression in English is expressed by two words and for the expression in Czech 
only one word is used. For example: a big old car – bourák. By this word bourák we ex-
press that the car is big and also old in only one word. [10] 
 
An analyticity of English can be seen in many cases of English verbs with addition 
that are translated using the Czech pre-fix verbs. For example: get up – vstát, pick up – 
zvednout, come out – vyjít, go away – odejít. More common is a situation of phrasal verbs. 
For example: get dark – stmívat se, have a seat – posadit se, get good again – uzdravit se, 
come running – přiběhnout, tear to pieces – rozsápat. [11] 
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In some cases, the Czech is more analytic than English. Trapped – lapený do pasti, 
cog – ozubené kolečko.  This can be seen mainly as a result of expressing the expressive-
ness. Laugh – válet se smíchy, be cagey – umět si dávat majzla. [12] 
 
2. Explicitness – implicitness 
 
It is generally supposed that multiple language units are also more explicit. The ex-
plicitness show itself by larger amount of information that is expressed. For example: pok-
er game – is translated into Czech only as a poker, because it is not necessary to add a dis-
tinguish language unit (hra), the meaning is unequivocal. As other examples I can mention: 
square tile – kachlík, woven wicker bag – proutěná kabelka, fetch off one’s hat - smeknout, 
snuff one’s nose – odfrknout si. [13] 
 
The English nominal phrases are translated into Czech by the words which are 
much more explicit, since the Czech does not has the opportunity to use the same semantic 
structure and adds at least the prepositions. radio programs – programy v rádiu, college 
boys – kluci z university. [14] 
 
Sometimes the translators add information that was implicated in the source lan-
guage, because they try to be more explicit. However, this type of information follows 
from the context and it causes a prolongation of the target text. Jet pilot – pilot tryskové 
stíhačky, cistern – nádržka na vodu, lobby – hotelová hala. This addition may be caused by 
the absence of a direct equivalent in Czech. Controls – páčky a kolečka. Information is 
added also during a verbalization, the change of the noun expression in English into the 
verb expression in Czech. Till dawn – dokud se nerozední. The translator is eligible to use 
these explicit phrases because they are well readable.  At every look – kdykoli jsme se po ní 
podivali. This translation is much better than: na každý pohled. Or: without any time trou-
ble – nebude to žádný problém a bohatě to stačíme. Also more appropriate than: bez potíží 
co do času. [15] 
 
Considering the fact, that the text must be necessarily extended in many cases, the 
compression on the other side is required. This relates to omission of some information and 
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reduction of the target text. For instance: day off – volno, in white suits – v bílém, fur-lined 
gloves – rukavice s kožešinou. [16] 
 
3. Noun groups and prepositional phrases 
 
There is a difference between noun groups in English and Czech. At least one extra 
preposition can be found in the Czech translation. This preposition helps us with the identi-
fying of the relationship between a premodifier and a head. The relative position of these 
two is also very important. Club discussion, is translated as: debata v klubu, whereas dis-
cussion club, is translated as diskusní klub.  In most cases, each premodifier is dependent 
on a subsequent component of a phrase. A retired company director – ředitel společnosti v 
důchodu, a steep iron ladder – příkrý železný žebřík, a severe food shortage – krutý 
nedostatek potravin. Some of the noun groups can be considerably longer. Hand-woven 
maize leaf tile mats – ručně pletené rohože s kukuřičného šustís kachlíčkovým vzorem, 
heat-resistant glass lamp shades – lampová svítidla ze žáruvzdorného skla. In other cases, 
an interpretation in two ways is possible. A light green coat can be translated as 
světlezelený kabát, but also as lehký zelený kabát. Thin gloves hands are translated either as 
ruce v tenkých rukavičkách, or tenké ruce v rukavičkách. Only broader contexts can help us 
decipher the right meaning of these phrases and the incorrect interpretation causes mistakes 
in the translations. The right way how to translate red hot tea is vřelý čaj, instead of 
červený horký čaj. The sentence The firm prefers French educated lawyers means Firma 
dává přednost právníkům kteří mají fransouzské školy, instead of Firma dává přednost 
francouzky vzdělaným právníkům. In the case, when the first component of a phrase is a 
color and the second one is a material, the interpretation is the same. A red brick house can 
be translated as dům z červených cihel as well as červený cihlový dům. [17] 
 
 
2.2.2 Differences in denotation 
 
These differences are caused by a different level of abstraction, a diversity of lan-
guages and emphasizing of different views on the reality. The reality remains the same or it 
fulfills an identical function in the text, therefore the information remains unchanged. [18] 
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1. Specification and Generalization  
 
The most common semantic difference between the language unit in English and in 
Czech is grounded on the fact, that the Czech equivalent contains an extra semantic unit. 
This is called a specification. The opposite process, called a generalization, is less com-
mon. During this process, a semantic unit is suppressed, a generalization and an increasing 
the degree of abstraction take place. The generalization affects mainly the nouns. 
Storebread – chleba, rangeland grass – pastviny, horse chestnut – ořech. [19] 
 
The specification can be seen mainly in the Czech translation of English verbs. The 
English verbs are regarded more as a connecting elements between a nominal carriers of 
meaning, whereas in the Czech sentence, the main carrier of meaning is a verb.  For in-
stead, the English verbs as go, come, arrive, leave do not include semantic elements and 
compared to their Czech equivalents they are ambivalent. The Czech verbs are also en-
riched by a category of verbal aspect. English go can be translated as jít/jet, but also as 
chodit/jezdit. Generally, it may be said, that Czech equivalents of the most frequented Eng-
lish verb groups are semantically richer and more specific. With other parts of speech, the 
specification can be seen considerably less frequently. With nominal parts of speech, we 
can see mainly an element specifying the type of the noun. For example: field – hřiště, 
parts – součástky, soldering iron – letovací pájka, all the time – celý den. The Czech 
equivalents of English adjectives sometimes contain an extra detailed specification, such as 
color, red – rudý, brown – ořechový. [20, 21] 
2.2.3 Differences in connotation 
 
Most of the words are connotatively neutral, but they can obtain connotative when 
they are used in the text. Some language units are regarded as expressive or intensifying 
and they are marked as such in good dictionaries. However, this evaluation is not reliable 
because it has changed over the time. [22] 
 
We can distinguish expressive and stylistics connotations. In my thesis, I will 
discusse only the expressive connotation. Expressiveness is understood as a highlighting of 
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a statement and strengthening of the effect on the addressee. Positive or negative expres-
sion is a reflection of how much is the attitude of the speaker influenced by emotions. Dif-
ferent means of expression are used for emotional evaluation. Some of them are used 
mainly for this purpose, for example the interjections, other of them are primarily used for 
the communicative function. In English, the emotionality doesn’t have to be expressed by 
language means but it is clear from the context. On the other hand, in Czech, we can find 
many more morphological language means, that are used for the expression of emotionali-
ty. [23] 
 
In English and Czech languages, there is different arrangement of the language lay-
ers, therefore a Czech translator use the language means, that Czech makes available and 
that considers adequate for the given style and situation. It means, that he uses the means, 
that are mark as “hovorově expresivní” or “obecně české zhrubělé” (hovorové, obecně 
české, slangové, expresivní, zhrubělé, vulgární výrazy) in Dictionary of the literary Czech 
language. On the other hand, if we follow the modern English dictionary (The Random 
House Dictionary) we have much less indication available (Informal, Slang, Southern U. 
S.).  
A capturing of the right connotation is very important to not change the purpose of 
the text. Nowadays, translators prefer a functional translation to a philological. The func-
tional translation is smoother and more readable. The common terms and collocations can 
be found there. [24] 
 
 
 
 
1. Expressive connotation 
 
An emotionally neutral expression in English corresponds to the emotional equiva-
lent in the form of diminutives in Czech: a star – hvězdička, a daughter – dcerka, right 
front of me – zrovinka přede mnou. The choice depends on the translator’s subjective con-
ception of the translated work. The form of diminutives don’t have to always signify an 
emotional evaluation, they can also name the things, that are smaller than usual. For in-
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stance: wheels – kolečka, map – plánek. In these cases,  an Czech equivalent in the form of 
diminutive is necessary. Non-use of this form would lead to unusual connection: tip of the 
soldering iron – špička letovací pájky rather than špice letovací pájky. There are also some 
cases, when these forms can be changed: tile – dlaždice but also dlaždičky, hill – 
kopec/vršek. Diminutive suffixes don’t have to always signify positive evaluation. It can be 
also negative or ironic: handsome – hezounek, that type of language – řečičky. Without the 
context, it is very difficult to decide, if the evaluation is positive or negative: navy guy – 
námořníček. [25] 
 
An emotionally attitude expressed by different language means in English and 
Czech: English prefers another language means to synthetic Czech. The emotional expres-
sion is expressed analytically, lexically, by combination of neutral language means with a 
expressions that serve as carriers of emotional attitude. The most common expression is an 
adjective little or old. [26] 
 
These combinations are for example: (a) A diminutive of an expressive expression:  
a little bit – trošinku, I sort gave her the old eye – kapánek jsem po ní házel očkem. (b) A 
diminutive of neutral expression: old hand – pacička. (c) An expressive non-diminutive 
expression and the expression in the source language is non-standard: old guy – stařík, old 
sport – pašák. (d) A Czech expressed expression in general: little kid – škvrně, little child – 
prcek. [27] 
 
A negative expression can be expressed by a substantive bastard: a lazy bastard – 
lenoch, a rude bastard – hulvát or a job: little Englisj job – fáro. Also the intensification of 
our stance is possible, for example using the adjective tiny: a tiny bit of light – proužínek 
světla, tiny little kid – malilinkatej/mrňavoučkej šprček or an expression little bitty – little 
bitty voice – tenounkej hlásek. The displeasure, anger or resentment can be expressed by a 
term damn: in the damn vat – do toho pitomýho baru. On the other hand, the condemnation 
is usually expressed by the adjective lousy, corny, dirty: a lousy personality – odpornej 
charakter, it was a lousy book – ta kniha byla mizerná, in the dirty movies – v bijáku. [28]  
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2. The intensification  
 
Intensifiers are very often used in speech. They expressed a large degree of a feel-
ing or an attitude. Their importance varies with the language simultaneously. Some of 
them can express rather the intensity: terrifically intelligent – pekelně inteligentní then the 
evaluation: a terrific bore – příšerná nuda, he wrote the terrific book – napsal tu senzační 
knihu. [29] 
 
Some intensifiers as damn, pretty, goddam, hell/helluva have many varied equiva-
lents in Czech. This can be shown in the following examples: she was pretty skinny – byla 
hrozně hubená, pretty nice – moc milej, pretty dark – byla dost velká tma, anything pretty 
personal – nějaký důvěrnosti, a pretty heavy drinker – v jednom kuse nasával. [30] 
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2.3 Methods 
 
The hotly contested problem of translating has always been whether to translate lit-
erally and preserve the original style of the source text, or freely and express our own style. 
Up to the beginning of the nineteenth century many writers gave preference to some kind 
of free translation. We can find many examples of revolutionary slogans (the spirit, not the 
letter; the message rather than the form; the matter, not the manner) of writers who wanted 
the truth to be easily read and understood. For example the writers Tyndale and Dolet were 
burned at the stake. On the other hand, at the turn of the nineteenth century, the anthropol-
ogy research has proved that the research must be as literal, as possible. This approach can 
be seen in the translations of the extreme literalists Walter Benjamin and Vladimir Nabo-
kov.  [31] 
  
According to the translator Peter Newmark, several translation methods can be defined. 
These methods include: word-for-word translation, literal translation, faithful translation, 
semantic translation, adaptation, free translation, idiomatic translation and communicative 
translation. [32] 
 
1. Word-for-word translation 
 
The main use of this method is to understand the mechanics of the source language or 
to understand the source language before we begin with the translation. Word-for-word 
translation is often demonstrated as interlinear translation. With words of the source lan-
guage immediately below words of the target language. In this method of translation the 
source language word order is preserved and every single word is translated by its most 
common meaning, out of context. [33] 
 
2. Literal translation 
 
This method can be used during a pre-translation process, where it indicates the 
problems which appear to be solved. This method converts the source language grammati-
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cal constructions to their nearest target language equivalents. But again, every lexical word 
is translated on its own, out of context. [34] 
 
3. Faithful translation 
 
This method tries to reproduce the contextual meaning of the source language but 
stick to the rules of the grammatical structure of the target language. It means, that cultural 
word are transferred instead of translated and the degree of grammatical and lexical devia-
tions from source language norms is preserved. This translation is very faithful to the in-
tentions of the source text author. [35] 
 
4. Semantic translation 
 
The difference between the faithful and the semantic translation is that this one is 
more flexible, allows for the translator’s empathy with the original and several exception to 
fidelity of the source text are admitted. It must take more account of the aesthetic value of 
the source text and in the finished version no assonance, repetition jars or word-play can-
not be found. Also the cultural words may be translated by culturally neutral third or func-
tional terms instead of the cultural equivalents and it may make other small compromises 
to the readership. [36] 
 
5. Adaption 
 
This is the ‘loosest’ form of translation and it is used mainly for theatre and poetry. 
Only what is preserved is the theme, characters and plots and the culture of the source lan-
guage is converted to the target language and the rest is rewritten. In the past many poor 
adaptations have been produced thanks to the method of translating them literally and then 
rewriting by an established dramatist or poet. [37] 
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6. Free translation 
 
“Free translation reproduces the mater without manner, or the content without the form 
of the original.” [21] The translation is very often much longer then the source language, 
prolix and pretentious and has nothing common with the real translation. [38] 
 
7. Idiomatic translation 
 
This translation reproduced this message of the original and observed the rules of 
the source language but in addition some idioms and colloquialism can be found in the 
translation. [39] 
 
8. Communicative translation 
 
The aim of this translation is to preserve the content and the language to be readily 
acceptable and comprehensible to the readership. [40] 
 
According to Dagmar Knittlová, the translation process uses many types of names 
how to term these methods however all of them are intended to solve the same problem. 
Generally they were called just the methods. Later the German, Russian and Czech lin-
guists came with the seven basic methods that address the lack of a direct equivalent in the 
target language. These seven basic procedures from the simplest to the most complex in-
clude: transcription, loan translation, substitution, transposition, modulation, equivalency 
and adaptation. [41] 
 
1. Transcription 
 
Representation of the language in written form which is adapted to the target lan-
guage. Transcription should be not confused with transliteration. Transliteration means 
representing one system of writing in another. Using this method may cause a sound dis-
tortion. [42, 43] 
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2. Loan translation / Calque 
 
This is literal or word-for-word translation of words or phrases borrowed from an-
other language. For example: a skyscraper – mrakodrap, a pot flower – hrnková květina. 
[44] 
 
3. Substitution 
 
Replacement of one language unit by another with the same meaning. For instance 
replacement of a noun by a pronoun. [45] 
 
4. Transposition 
 
Necessary grammatical changes as a result of another language system. [46] 
 
5. Modulation 
 
Semantic change in the concept of a specific language unit. For instance: angle-
joint of a pipe – koleno potrubí) [47] 
 
6. Equivalency 
 
Usage of the stylistic and structural methods  that are different from the original. 
For example during the expressing of expressiveness: my sweet girl – děvenka. [48] 
 
7. Adaptation 
 
Replacement of a situation in original language by another appropriate situation. 
This method is used, when there does not exist an equivalent in the target language. For 
example during translation of a proverb or a play on word. [49] 
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 American linguist Gerard Vazquez-Ayora presents eight strategic approaches based 
on the observed regularities from practice. These are: transposition, modulation, equiva-
lency, adaptation, amplification, explication, omission, compensation. [50] 
 
8. Amplification  
 
Enlargement of the text. [51] 
 
9. Explication 
 
The addition of explanatory information.  [52] 
 
10. Omission 
 
Leaving out redundant information. [53] 
 
11. Compensation 
 
Placing of information from source text into a better place in the target text. [54] 
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3 PRACTICAL SECTION 
3.1 Translation of the 1st text 
 
“Rules for parents and their children for safer Internet use” 
 
  The Internet is used for detection of some necessary data in formal schooling and 
during leisure activities. Alongside with the positive aspects, use of the Internet has also 
many negatives - the risk of spreading viruses, misuse of personal data and the possibility 
of contact with undesirable individuals or inappropriate information. The danger of com-
puter addiction may be reflected by the dependence on e-mail or chat communication, 
online circuits, stock markets, online events, online shopping, online pornography and 
computer games. Through focus discussion groups (chats) and email, children are vulnera-
ble to commercial exploitation or sexual abuse by child molesters. Many children watch 
pornography, including child pornography, on the Internet. Accessing the Internet is very 
easy – children can connect to the Internet from the computer at home, at school, or in In-
ternet cafes or clubs.  
As a response to these problems the “Rules for parents and their children for safer Internet 
use” have been worked out. Some children and young adolescents are becoming addicted 
to the Internet and its desired websites. Their ability to communicate with people of the 
opposite sex decreases. Communication is then reduced to passive browsing of online im-
ages. Nevertheless, hardcore pornography may in some circumstances lead to violent be-
havior and even cause some problems in intimate life. Also the danger of overloading of 
organism during prolonged sitting in front of the monitor with the accompanied by risk of 
back injury and other negative health impacts cannot be overlooked. In young children, the 
risk of causing damage to the cerebral cortex of the central nervous system may also be 
serious threat.  
 The penalties for pornography can be found in § 205 of the Criminal Code – en-
dangering morality (the person who introduces, diffuses, makes it available to the public ... 
images or other objects threatening morality which manifest disrespect to the man, or vio-
lence, or in which can be found sexual intercourse with a child or an animal, or other sex-
ually pathological practices will be punished by imprisonment ...). Despite the obvious 
negatives, common Internet pornography is not a subject to penalties under the criminal 
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law of the Czech Republic. Unless, somebody starts to examine how the web side operator 
ensures, that the content is not accessible to children under eighteen years old.  
 Therefore it is necessary to direct preventive measures in the sense of warning 
against hazard that may be dangerous for children, parents and the general public during 
communicating via the Internet. During the implementation of the “Internet to schools” 
program, it is necessary to pay attention to teach children how to use the Internet safely.  
 “Rules for parents and their children for safer Internet use” were first formulated in 
the conclusions of the 2
nd
 World Congress against the commercial Sexual Exploitation of 
Children in Yokohama from 16 to 20 December 2001, which continued the work started at 
the World Congress I against the commercial Sexual Exploitation of Children in Stock-
holm in 1996. 
 During the previous years there has been large increase in preventive activities 
against child pornography. The largest international forum on this topic was for instance 
the Conference in Vienna in 1999 or the UNESCO conference held in the same year in 
Paris. Congress in Yokohama continued in these activities. The result of this congress was 
a consensus in the principles of fighting against child pornography. 
 zero tolerance of child pornography on the Internet, 
 need to develop a global partnership among all stakeholders and service providers, 
 criminalization of child pornography on a global scale, 
 strengthening the process of law enforcement at the national level and improving 
international cooperation of law enforcement agencies in individual countries, 
 closer cooperation between the government and the Internet industry. 
 
In this context, the “Rules for parents and their children for safer Internet use” were 
distributed at the 2
nd
 World Congress against the Sexual Exploitation of Children in Yoko-
hama. 
 International experience can be used only partially in the Czech Republic. There-
fore it was necessary to modify the rules with regard to the achieved level of social and 
economic development of the Czech Republic and the domestic cultural customs and tradi-
tions in the country. This submitted document respects all these facts and it is designed in 
two versions – one for children and the second for their parents.  
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 Parents and general public will be introduced to the “Rules for children for safer In-
ternet use” and the “Rules for parents for safer Internet use” on the web side of the Minis-
try of Education, Youths and Sports of the Czech Republic www.MSMT.cz under the 
chapter of Prevention – Documents and Materials. Individual schools can then use this 
information in their daily work.  
 The Ministry of Education, Youths and Sports of the Czech Republic has initiated 
the creation of a text concerning the issue of commercial sexual exploitation of children. 
These documents have been included into the curricula of primary, special, high and High-
er Vocational schools. These issues are compiled into the Framework General Educational 
Program in a manner that they were aligned with the human rights, prevention of xenopho-
bia and racism, the Convention on the Rights of the Child, etc. “Rules for parents and their 
children for safer Internet use” can be used in subjects such as computer science, crafts, 
family care, civics and other scientific subjects. It is advisable to Internet safety to become 
an integral part of the leisure activities of students in the contact with the Internet, includ-
ing their activities in school libraries.  
 In the area of public awareness, education and prevention, the reasonable extension 
of education of teachers, creation of methodical materials for schools and other school fa-
cilities and incorporation of these particular issues into modernized textbooks for civics 
and family education are expected. This issue will also be integrated into the social science 
education at secondary and professional vocational schools, as well as into the preparation 
of future university teachers.  
 The explanation of each point of “Rules for parents and their children for safer In-
ternet use” will be done by each school according to its terms, based on publications pro-
vided by the Ministry of Education, Youth and Sport or alternatively by another current 
sources including the website of the Ministry of Education, Youth and Sports.  
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RULES FOR CHILDREN ON SAFER INTERNET USE 
 
1) Never disclose your permanent address, phone number or your school address, 
names and addresses of your parents and family members, including their work phone 
numbers, to anyone who you met online, except the case, when your parents (or people 
who look after you) directly allow it to you.  
2) Do not send anyone photographs, or a credit card number or details of the bank 
account and any personal information via the Internet without consulting it with your par-
ents.  
3) Never tell anyone, not even your best friend, the password or login to your web site 
or computer.  
4) Without the permission of your parents, never arrange an appointment with anyone 
you meet online. At home, they unconditionally have to know where you are going and 
why. Even if your parents (or people who look after you) allow you to meet such a person, 
do not go to the appointment by yourself and meet at a public place.  
5) Never continue chatting if the things that are being discussed there embarrass or 
scare you. Always tell your parents (or people who look after you) about such experience.  
6) Never respond to malicious, abusive, vulgar or crude e-mails. It is not your fault that 
you have received them. When it happens to you, tell your parents.  
7) Never open files attached to e-mail messages that come from people or places you 
do not know. They can contain viruses or other programs that can destroy important infor-
mation and significantly damage your computer’s software.  
8) Always tell your parents (or people who look after you) about all cases of unpleas-
ant, vulgar expressions on the Internet; the same applies for pictures with vulgar themes.  
9) Always be yourself and do not try to pretend that you are someone else (someone 
elder, a person of the opposite sex, etc.) 
10)  Always remember the following rule and behave according to it: if some website 
notes that information is intended for adults only, or is accessible only for people of a cer-
tain age - this must be respected and people who do not meet these criteria are not allowed 
to open it. 
11)  Make an agreement with your parents regarding the rules of the usage of the inter-
net and obey them. Especially agree on when and for how long you can use the Internet. 
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12)  Remember the following rule forever: if someone offers you something online and 
that sounds so tempting, it does not appear to be truth, do not believe him – it is a lie.  
13)  If you find something online and you consider it illegal, tell your parents.  
 
 
RULES FOR PARENTS ON SAFER INTERNET USE 
1) Let your child inform you about services that he/she uses and assure yourselves that 
you know all the details about them. This will also broaden your knowledge of the Internet. 
2) Never allow your child to meet someone who he/she has met online alone without 
your supervision. In the event, when you allow this appointment to happen, accompany 
him/her. 
3) Show interest in your children’s online friends in the same way as you are interest-
ed in their school friends.  
4) The basis of communication between parents and their children is openness. In case 
your child went through some unpleasant experience with any frightening content or un-
pleasant person, it is not a solution to punish the child or even prevent him/her from using 
the Internet. Instead you should give him/her advice in how to avoid this experience in the 
future. The way the parent behaves in this situation will determines whether the child con-
fides in him/her in the future. 
5) A child can visit an inappropriate site quite easily by accident. For these cases there 
is no one hundred percent protection and it pays off  to educate children so that they con-
strue such situations in a way corresponding to their age, because you cannot spend all 
their free time with them.  
6) Danger of entering a site with inappropriate content can be diminished by options 
built into the Internet browser and also, through special programs containing a continuous-
ly updated list of web sites that are improper for children. These programs are usually 
available free of charge. 
7) Consider a joint e-mail inbox with your child. 
8) Pay attention to the files your child downloads from the Internet and save on your 
hard disc. 
9)  Watch how much time your child spends at the computer. Does he/she play more 
often in the virtual world than on the playground? Does he/she spend more time in the vir-
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tual word of games more often than on the playground? Does he/she spend more time on 
the chat and communicating more with anonymous people (hidden behind chat nicknames) 
than with his/her real friends? Have you noticed any symptoms resembling addiction to 
chat or computer games? Do not let virtual reality engulf your child! 
10)  You can ask a teacher, a psychologist or Internet companies for advice on teaching 
children how to use the Internet safely. 
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3.2 Commentary to the 1st translated text 
 
3.2.1 Macro approach  
 
Source. This text was taken from a website of Ministry of Education, Youth and 
Sports of the Czech Republic (www.MSMT.cz) and it could be found under the chapter 
Prevention – Documents and Materials. The “Rules for parents and their children for safer 
Internet use” were distributed at the 2nd World Congress against the Sexual Exploitation of 
Children in Yokohama. However International experience can be used only partially in the 
Czech Republic. Therefore it was necessary to modify the rules regard to the achieved lev-
el of social and economic development of the Czech Republic and the domestic cultural 
customs and traditions.  The author of the Czech version is PaedDr. Jiří Pilař. 
 
Style. The text is written in administrative style and it is divided into three parts. 
The first part is a general introduction to the “Rules for parents and their children for safer 
Internet use” and it is addressed to the general public. “Rules for children for safer Internet 
use” can be found in the second part and they are addressed mainly to children. In the third 
part, there are the “Rules for parents for safer Internet use” which are addressed mainly to 
parents. The first part is divided into paragraphs and some of the items have a bullet. This 
is helpful for better orientation in the text. The last two parts are divided into paragraphs 
and each paragraph is numbered.  
 
Sentence structure. In the text the simple, complex, compound, and com-
plex/compound sentences can be found. The simple sentence consists of only one finite 
verb. For example: Pro školní výuku se internet využívá ke zjišťování mnoha potřebných 
údajů. The complex sentence is composed of one independent clause and at least one de-
pendent clause. For example: Není tvoje vina, že jsi tyto zprávy dostal/a. The compound 
sentence is composed of at least two dependent clauses and it does not require a dependent 
clause. For instance: Předkládaný materiál toto respektuje a je směrován v jedné verzi k 
dětem a v druhé verzi k rodičům. The complex/compound sentence is composed of at least 
two independent clauses and at least one dependent clause. For example: Kdo uvádí do 
oběhu, rozšiřuje, činí veřejně přístupnými ... zobrazení nebo jiné předměty ohrožující 
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mravnost, v nichž se projevuje neúcta k člověku, nebo násilí, nebo která zobrazují sexuální 
styk s dítětem, se zvířetem nebo jiné sexuálně patologické praktiky, bude potrestát odnětím 
svobody.  This sentence is taken from the Criminal Code of the Czech Republic and it is 
very usual to find these long, complex/compound sentences in legal texts. However, the 
translator does not have to preserve the original sentence structure, it can be changed by 
adding some additional information or by dividing the sentence into shorter parts. [54] 
 
Passive voice. The passive voice is used very often in administrative style. In Eng-
lish, the passive voice is used more frequent due to the fact that English is an analytic lan-
guage. However, Czech uses the passive also very often. Many examples of passive voice 
can be found in this text. For example: Nebezpečí závislosti na počítači se může projevit 
závislostí na e-mailové nebo “chatové” komunikaci, na online okruzích, burzách, online 
akcích, online nakupování, online pornografii a počítačových hrách. The translator also 
does not have to preserve the voice which is used in the source text. In some cases, it is 
necessary to change the voice because of another sentence structure is preferred.  
 
Tenses. The most widely used tense in the text is the present tense. However the 
past and future tenses are also used in the text. The present tense: Na tyto problémy reagují 
zpracovaná „Pravidla pro rodiče a děti k bezpečnějšímů užívání iternetu.”  The past tense: 
V obobí posleních pěti let došlo k velkému nárůstu preventivních aktivit proti dětské 
pornografii. The past tense in Czech is often expressed by using the perfective aspect. The 
future tense: Seznámení rodičů a široké veřejnosti bude realizováno zveřejněním „Pravidel 
pro děti k bezpečnějšímů užívání iternetu” a zveřejněním „Pravidel pro rodiče k 
bezpečnějšímů užívání iternetu”na webových stránkách MŠMT www.MSMT.cz pod 
kapitolou Prevence – Dokumenty a materiály.  
 
Imperative. The imperative is very typical for documents which include any rules 
or instructions. Therefore the imperative can be found in every paragraph in the last two 
parts. For example: Vždy řekni rodičům (nebo lidem, kteří se o tebe starají) o všech 
přípaech nepříjemných, vulgárních výrazů na internetu, totéž platí i pro obrázky s vulgární 
tématikou. To emphasize the imperative, the word nikdy – never is also used very often in 
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the text. For example: Nikdy nikomu, ani nejlepšímu příteli, neprozraď heslo nebo 
přihlašovací jméno své internetové stránky nebo prohlížeče. 
 
References. Both anaphoric and cataphoric references can be found in the text. The 
most common is the anaphoric reference which can be found very often in the text. The 
examples of the anaphoric reference are: Některé děti a mladí dospívající se stávají 
závislými na internetu a jeho žádaných stránkách. The pronoun jeho refers back to the 
noun internet. Or Vedle pozitivních stránek užívání internetu se setkáváme i s negativy, 
mezi něž patří nebezpečí šíření virů, nebezpečí zneužití osobních dat, možnost kontaktu s 
nežádoucím jedincem nebo s nevhodnými informacemi. The pronoun něž refers back to the 
noun negativa.  In the second part, “Rules for children for safer Internet use”the cataphoric 
reference can be also found, although this is not so common. For example: Nikdy nesděluj 
adresu svého bydliště ..., někomu, s kým jsi se seznámil/a prostřednictvím internetu, 
jestliže Ti to rodiče (nebo lidé, kteří se o Tebe starají) přímo nedovolí. The pronoun 
někomu refers to s kým jsi se seznámil/a prostřednictvím internetu which is introduced lat-
er. Or Vždy buď sám sebou a nezkoušej si hrát na někoho, kým nejsi (na staršího, na 
osobu jiného pohlaví, apod.). The pronoun někoho refers to kým nejsi which is introduced 
later.  
 
3.2.2 Micro approach 
 
The theoretical part of this thesis was focused on the lack of a direct equivalent in 
the target language and on the methods which can be used to solve this problem. In this 
chapter, I would like to give examples of some methods which were used in the translation.  
 
Modulation. This method was used very often because there are many language 
units in the source text which cannot be translated literary and some semantic changes are 
essential. For example: Na tyto problémy reagují zpracovaná “Pravidla pro rodiče a děti k 
bezpečnějšímu užívání internetu”. This sentence structure is typical for Czech due to the 
fact that it is a synthetic language and it has free words order. However the translator had 
to translate it: As a response to these problems the “Rules for parents and their children 
for safer Internet use” have been worked out, because English has strict words order and 
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this is more comprehensible to the English reader. Another example of modulation is the 
sentence: Prostřednictvím diskusních skupin (chatů) a elektronické pošty jsou děti 
ohroženy možnými pachateli pedofilních forem sexuálního a komerčního zneužívání. This 
sentence was translated as: Through focus discussion groups (chats) and email, children 
are vulnerable to commercial exploitation or sexual abuse by child molesters. [55] 
 
Transposition. This method is used very often in translation from English to Czech 
or in the opposite way. Different language systems in these languages are considered as a 
reason for this. There can be found different types of transposition in the translation. 
Transposition of part of speech: computer addiction – závislost na počítači, credit card 
number – číslo kreditní karty, přístup k internetu – accessing the Internet. Transposition of 
clause: Zahraniční zkušenosti jsou v České republice aplikovatelné pouze částečně, proto 
byla nutná jejich úprava vzhledem k dosažené úrovni sociálního a ekonomického rozvoje 
České republiky a k domácím kulturním obyčejům a tradicím. This sentence is very long 
therefore it was appropriate to divide it into two parts, in order to make it more compre-
hensible to the English reader: International experience can be used only partially in the 
Czech Republic. Therefore it was necessary to modify the rules with regard to the achieved 
of social and economic development of the Czech Republic and the domestic cultural cus-
toms and tradition in the country. As it was already mentioned in the macro analysis, the 
passive voice can be found very often in the source text and the author does not have to 
preserve it in his translation. For example: Vysvětlení ke každému bodu „Pravidel pro 
rodiče a děti k bezpečnějšímů užívání iternetu” provede každá škola podle svých podmínek 
na základě publikací zasílaných ministerstvem školsví, mládeže a tělovýchovy a případně 
dalších aktuálních zdrojů včetně webových stránek resortu školství. This sentence was 
translated using the passive voice with regard to the fact, that the actor of process is not so 
important as the way how it was done.  The Explanation of each point of  “Rules for par-
ents and their children for safer Internet use” will be done by each school according to its 
terms, based on publications provided by the Ministry of Education, Youth and Sport or 
alternatively by another current sources including the website of the Ministry of Educa-
tion, Youth and Sports. [56] 
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Explication. An instance of explication can be found for example in the sentence: 
Přes zjevná negativa běžná internetová porbografie nepodléhá sankcím podle našeho 
trestního zákona. – Despite the obvious negatives, common Internet pornography is not a 
subject to penalties under the criminal law of the Czech Republic. The translator explicated 
the phrase našeho zákona as criminal law of the Czech Republic. This change was neces-
sary because of the English, or any other reader, does not know criminal law of which 
country could it be. [57] 
 
Omission. In some cases, some information can be regarded as redundant or is im-
possible to express it in target language. This applies particularly to the individual words. 
For example: Tato problematika bude rovněž organicky začleněna do společenskovědního 
vzdělávání ... – This issue will also be integrated into the social science .[58] 
 
Loan words. In view on the fact that the source text deals with the issues related to 
the Internet, it is obvious that some loan words from English can be found there. For ex-
ample: chat (diskusní skupina), email (elektronická pošta), software, online.  
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3.3 Translation of the 2nd text 
 
KYBERŠIKANA 
 
Třináctiletá Megan Meier z města Dardenne Prairie ve státu Missouri se na MySpace se-
známila s šestnáctiletým Joshem Evansem. Přestože se ti dva nikdy osobně nepotkali, stali 
se z nich blízcí online přátelé během několika týdnů. Josh tvrdil, že se nedávno přestěhoval 
do nedalekého města OʼFallon, kde má domácí výuku a ještě nemá telefon. Často si spolu 
na internetu psali. V té době shledávala rodina Megan v dobré náladě. Po několika týdnech 
však to, co začalo jako nevinné online flirtování se celé ošklivě zvrtlo. Josh prohlásil, že 
slyšel, že Megan se nezachovala hezky ke svým přátelům a začal přeposílat zprávy, které 
mu napsala bez jejího svolení. Zveřejnil o Megan urážlivé komentáře. V poslední zprávě, 
kterou Josh odeslal bylo uvedeno: „Všichni v OʼFallon ví, jaká jsi. Jsi špatný člověk a kaž-
dý tě nenávidí... Svět by byl bez tebe lepší.“ Krátce na to Megan spáchala sebevraždu.  
 
Zkušenost Megan byla tragická – tím spíše, že Josh Evans ve skutečnosti neexistoval. Účet 
na My Space s tímto jménem vytvořila čtyřiceti devítiletá Lori Drew. Matka bývalého Me-
ganina kamaráda, který žil jen 4 domy od jejího. Prokurátoři přišli na to, že tuto urážlivou 
zprávu odeslala Drew, společně se svojí pracovnicí na výpomoc, osmnáctiletou Ashley 
Grills. Navíc odhalili, že Lori Dew si byla plně vědoma toho, že se Megan léčí s depresí, 
předtím než odeslala tuto falešnou zprávu.  
 
Po této události, se kyberšikana stala celostátně uznávaným problémem. Americké usku-
pení WiredSafety, které se zabývá bezpečností na internetu, vzděláváním a pomocí náctile-
tým na celém světě, iniciovalo program, který pobízí náctileté k tzv. Přísaze Megan a 
k souhlasu, že nebudou používat „technologii jako zbraň k ubližování ostatním.“ 
 
Bohužel, Megan není zdaleka jediným náctiletým, kdo byl uštván vytrvalostí kyber-
útočníků a ani MySpace není jediným dějištěm těchto útoků. Dne 14. října 2010, patnácti-
letá Phoebe Prince z města South Hadley ve státě Massachusetts, spáchala sebevraždu po 
kybernetických útocích přes textové zprávy a Facebook, jenž trvaly rok. Posílala jí je sku-
pina děvčat z její školy. Pokud si myslíte, že terčem kyberšikany jsou pouze dívky, zamys-
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lete se znovu. Chlapci jsou také v ohrožení, jak dokazuje případ sebevraždy třináctiletého 
chlapce jménem Ryan Patrick Halligan z Vermontu, který trpěl měsíce pod náporem ky-
ber-útočníků, kteří chtěli znát jeho sexuální orientaci. V roce 2008, šestnáctiletý chlapec 
z Brightonu sotva přežil pokus o sebevraždu, o kterou se pokusil kvůli delšímu vztahu 
s někým, kdo se ukázal být fiktivním chlapcem jménem Callum na internetovém portálu 
Bebo. 
 
To, co měli všichni tito náctiletí společného, byla důvěřivost a to, že byli náchylní k  poni-
žování od online přátel, kteří nebyli takoví, jací se zdáli.  
 
6.1. Útočníci získávají online podobu 
 
Tyrani byli považováni za problém už v dobách vzniku prvních škol a v dnešní době mají 
k dispozici mnohem vetší množství  míst a obětí, ze kterých mohou vybírat. Termín kyber-
šikana zahrnuje širokou škálu chování, které je nám nějak nepříjemné. Často je to sdílení 
nenávistných zpráv na sociálních sítích, které navštěvují stovky dětí, které žijí v okolí. 
V minulosti se zdálo, že šikana může poškodit vaši pověst téměř před každým z vaší školy 
a v současnosti, kdy děti mají doslova stovky Facebookových přátel, ti samí útočníci mo-
hou kontaktovat opravdu  každého ve škole.  Kyberšikana se netýká pouze počítačů, ale 
zahrnuje také posílání ponižujících textových zpráv a nevhodných fotografií přes mobilní 
telefon. Někdy dospívající nahrají z mobilních telefonů tyto zprávy na internet, aby rozšíři-
li okruh lidí, kteří si je mohou přečíst a ještě více tím dotyčného poškodili. 
 
Kyberšikana: Forma zastrašování a obtěžování, která k útoku využívá elektronické pro-
středky, jako jsou e-mail, textové zprávy, chat a sociální sítě. 
 
Kyberšikana může mít mnoho podob. Kyber-útočníci posílají urážlivé a výhružné e-maily 
nebo SMS zprávy. Mohou také útočit prostřednictvím sociálních sítí, kde vytváří nenávist-
né skupiny, a také mohou kombinovat několik forem najednou, takže jejich oběti mají po-
cit, že jsou neustále v obležení. Jedna dopívající dívka uvedla případ, kdy ji její bývalý 
přítel šikanoval přes Facebook, MySpace, Bebo, e-mail, Twitter, ve videích na YouTube, 
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která neschválila, a navíc i přes SMS zprávy. Nakonec se bála zapnout svůj počítač nebo 
zvednout telefon. 
 
Nenávidím tě, všichni tě nenávidí…. 
Měl bys prostě zemřít. 
Příklad anonymního příspěvku na webové stránce pro náctileté. 
 
Jiní kyber-útočníci nejsou tolik vytrvalí, ale jsou až překvapivě krutí. Někteří z nich použí-
vají online hlasovací stránky, kde vytvářejí veřejné soutěže na nejtlustější nebo nejoškli-
vější osobu v jejich škole. Současné technologie poskytují dostatek možností  k tomu, aby 
toto týrání zůstalo v anonymitě. 
 
Jak moc je situace špatná? Více než polovina středoškoláků byla nejméně jednou vystave-
na kybešikaně a téměř každý dospívající, se kterým jsme mluvili buďto zná někoho kdo 
byl šikanován, a nebo byl šikanován on sám. 
 
6.2. Útoky na vaši online pověst 
 
Nejběžnější formou kyberšikany je útok na vaši online pověst, která je velice důležitá. Po-
kud nemáte v úmyslu zcela se oprostit od vlivu dvacátého prvního století, bude značná část 
vašeho života trávena, projednávána a zaznamenávána na internetu. V určitém okamžiku 
mohou vaši online přátelé převýšit ty skutečné a nakonec pro vás může být přechod mezi 
skutečným a virtuálním světem velmi těžký. Špatná pověst v jednom z nich bude nevyhnu-
telně mít následky i v tom druhém. Z tohoto důvodu jsou útoky na online pověst nejčastěji 
zvoleným způsobem, který si kyber-útočníci vybírají. 
 
6. 2. 1. Čelní útoky 
 
Většina útoků na online pověst je docela jednoduchá. Obvyklý způsob útoku je přes nená-
vistné skupiny na sociálních sítích. Spočívá například v založení skupiny na sociální síti 
nebo jiné webové stránky, která je doslova nazvána „Nenávidím Jana Nováka.“ Není to 
zrovna  originální, ale jak jsme už zjistili, kyber-útočníci nejsou příliš bystří.  
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Zběžný průzkum skupin na sociálních sítích odhalil, že existují doslova tisíce nenávistných 
skupin. Příkladem jedné z nich byla například Facebooková skupina „Nesnáším Jeremyho 
_________.“ Co se týče názvu skupiny, jsme delikátní. Název skutečné skupiny obsahoval 
Jeremyho kompletní jméno a příjmení. Stránka skupiny obsahovala také jeho fotografie, 
název jeho střední školy, a statusy jako: „Nesnáším Jeremyho, a co vy?“ 
 
Tato Facebooková skupina byla jednoznačně kyberšikana. Jak to můžeme říci? Zaprvé, je 
to zřejmé už z názvu, který obsahuje slovo „nenávidím“. Jako další vodítko může sloužit 
fakt, že správci, a téměř všichni členové skupiny navštěvují stejnou střední školu. Zajíma-
vé je, že profily lidí ze skupiny „Nenávidím Jeremyho“ se zdály být obzvláště chabé. Na 
druhou stranu, Jeremy se zdá být inteligentním, dobře vychovaným chlapcem. Za dvacet 
let je velice dobře možné, že tito kyber-útočníci budou Jeremymu nosit kávu nebo otáčet 
hamburgery. Což samozřejmě neulehčí tomu, jak špatně se Jeremy cítí dnes.  
 
Technicky tyto skupiny samozřejmě nejsou povoleny. Prakticky všechny sociální sítě vý-
slovně zakazují vytvářet skupiny toho typu. Jeremyho nenávistná skupina skutečně porušu-
je tři z uživatelských podmínek Facebooku, kdy uživatelé souhlasili s tím, že nebudou ob-
těžovat ostatní uživatele, nebudou šířit nenávistný obsah, a nebudou k porušení uživatel-
ských podmínek nabádat jiné.  
 
Takže proč Facebook automaticky neodstraní tyto skupiny? Překvapivě to není tak lehké, 
jak se zdá. Existuje mnoho osob, míst a věcí, které je naprosto v pořádku veřejně nenávi-
dět. Například skupina „Nenávidím růžičkovou kapustu“ má mnoho dlouhodobých členů. 
V naprostém pořádku je také nenávidět televizní pořady, filmy a hudební skupiny. Na zá-
kladě počtu fanouškovských a nenávistných skupin vyplývá, že uživatelé Facebooku oči-
vidně buďto přímo zbožňují a nebo nenávidí filmy ze ságy Stmívání. Terčem skupiny mo-
hou být i jednotlivci, POKUD jsou to veřejné osoby. To zahrnuje i politiky, ačkoli byste u 
zveřejňování takovýchto příspěvků rozhodně měli použít svůj zdravý rozum. První dodatek 
k Ústavě Spojených států amerických povoluje nenávidět jakéhokoli zvoleného úředníka,  
ale pokud jen přemýšlíte o vytvoření nějaké prázdné hrozby, pamatujte na to, že všechny 
organizace, jako FBI, CIA, Secret Services and NSA, mají své zaměstnance, kteří prohle-
dávají internet kvůli potenciálním hrozbám národní bezpečnosti.  
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6. 2. 2. Úroky na vaši identitu 
 
Stejně jako v případě krádeží identity i při útoku na vaši identitu dochází k tomu, že někdo 
jiný předstírá, že jste to vy. Jediný rozdíl je v tom, proč to dělá. Zloději identity se za vás 
vydávají, protože chtějí pro sebe něco získat. Může to být například kreditní karta, kterou 
vyčerpají a nesplácí (do té doby, než  vy budete obviněni z neplacení účtu), nebo to může 
být například číslo sociálního pojištění, které potom mohou prodat nelegálně zaměstnaným 
pracovníkům. Důležité je, že zloději identity se ve skutečnosti nezajímají o vás, ale chtějí 
získat vaši identitu kvůli tomu, co z ní mohou vytěžit. Na druhou stranu útok na vaši 
identitu je jen o vás.  
 
Při útoku na vaši identitu se může kyber-útočník vydávat za vás, protože chce zničit vaši 
pověst. Tito útočníci často vytvářejí webové stránky se jmény svých obětí, na které potom 
umisťují nenávistné poznámky nebo jiný obsah. Hlavní myšlenkou je přimět kohokoli, kdo 
tuto stránku navštíví, aby si o vás myslel, že jste hrozná osoba. Městský soudce z města 
Ohio se stal také obětí útoku na jeho identitu. Zločinec, kterého dříve odsoudil, vytvořil 
pod jeho jménem webovou stránku, která ho vykreslovala jako rasistického pedofila. 
V některých případech nepotřebuje útočník ani vytvářet webovou stránku. Ona nebo on 
jednoduše použijí vaše pravé jméno a adresu, a zaregistrují vás na stránkách, které podpo-
rují užívání drog, pornografii, nebo jakékoli jiné téma, které vás poškodí před přijímací 
komisí na vysokou školu, potencionálním zaměstnavatelem nebo náborovým pracovníkem, 
který prověřuje vaši identitu přes internet.  
 
Většina kyber-útočníků je velice vytrvalá v urážení a zastrašování svých obětí, avšak jen 
několik z nich doopravdy spáchá jménem své oběti nějaký zločin. V roce 2007, americká 
společnost CastleCops, která bojuje proti internetové kriminalitě, byla napadena někým, 
kdo vybral PayPal účty několika obětem a peníze z nich přeposlal na PayPal účet společ-
nosti CastleCops.  Oběti ze systému PayPal o prostředníkovi nic nevěděly. Vše co věděli 
bylo, že jejich účty byly vybrány a peníze byly odeslány do CastleCops. Společnosti Cast-
leCops tento útok způsobil značné škody. 
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6.3. Správa vaší dobré pověsti 
 
Vaše internetová pověst je důležitá mnohem více, než si pravděpodobně uvědomujete. 
Většina zaměstnavatelů běžně kontroluje online příspěvky kandidátů, kteří se ucházejí o 
práci. Vaše pověst na střední škole může i po 10 letech ovlivnit vaše výdělečné možnosti. 
Tomuto problému nejlépe předejdete tak, že budete vaši internetovou pověst důkladně sle-
dovat a neprodleně odstraníte jakékoli problémy, co se objeví.   
 
6. 3. 1. Vyhledejte sami sebe na Googlu 
 
Abyste ochránili vaši internetovou pověst, musíte vědět, co o vás lidé na internetu říkají. 
Jeden možný způsob jak to udělat, je najít si sama/samu sebe na Googlu. (nebo na Yahoo! 
nebo Bing. Jakýkoli z těchto nejznámějších vyhledávačů vám poslouží. Jelikož všechny 
nevyhledávají pokaždé na těch samých místech, bylo by dobré použít několik různých. 
 
Nevýhodou vyhledávání na Googlu je to, že nefunguje u lidí s velice běžnými jmény. Po-
kud zadáte jméno John Smith najdete 100 000 000 odpovídajících výsledků. Pokud  nemá-
te nějaké neobvyklé příjmení, nejspíše budete muset zadat ještě nějaké doplňující informa-
ce. Výhodou toho, když máte velice běžné jméno je, že nikdo nebude předpokládat, že 
John Smith, zaregistrovaný jako začínající neo-nacista, jste právě vy, a ne někdo jiný, kdo 
se jmenuje stejně.  
 
Jestliže máte běžné příjmení, bude za potřebí, abyste do vyhledávače zadali vaše jméno a 
město odkud pocházíte, nebo vaše jméno a telefonní číslo, atd. Také zkuste vyhledat svou 
e-mailovou adresu.  
 
6. 3. 2. Pokud je to zapotřebí, obraťte se na profesionála 
 
Pokud zjistíte, že vaše internetová pověst byla kompromitována, je zapotřebí jednat jak 
nejrychleji to půjde. I když se vám to nyní nezdá důležité, může se to stát velice význam-
ným za několik let, až budete hledat svoji první práci. Podle výzkumu, 70% náborových 
pracovníků odmítlo kandidáty o práci na základě informací, které našli na internetu. Když 
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už máte být odmítnuti kvůli něčemu co bylo nalezeno na internetu, mělo by to být alespoň 
něco, co jste doopravdy udělali nebo řekli. Ne něco, co o vás zveřejnil někdo, kdo vás chtěl 
pošpinit.  
 
Vaší první reakcí by mělo být podání stížnosti přímo správci stránky, na které se tento po-
škozující výrok objevil. Většina stránek všechny informace, které by mohli být chápány 
jako škodlivé, neprodleně odstraní. 
 
Pokud to nezabere, zvažte, že byste kontaktovali odborníka. Mnoho společností se specia-
lizuje právě na očištění internetové pověsti. Defendmyname, Naymzma nebo Reputation-
Defender jsou jen některé z nich. Ovšem nemůžete očekávat žádné zázraky a rozhodně 
počítejte s velmi vysokou cenou. Monitorovací služby, které hledají na internetu jakékoli 
potencionální škodlivé příspěvky, které jste zveřejnili, nebo byly o vás zveřejněny, si účtují 
celkem rozumnou cenu od 10 do 15 dolarů za měsíc. Tyto služby škodlivé komentáře pou-
ze vyhledají, skutečné odstranění informace stojí více než 30 dolarů za informaci.  
 
Poté co oznámíte podobnou skutečnost odborníkům, nezapomeňte v případě potřeby uvě-
domit i příslušné orgány policie. V opačném případě byste mohli řešit ten samý problém 
jako tento náctiletý, který zveřejnil příspěvek na serveru Ask.com na Yahoo!  
 
Vím, že jsem se již na podobnou otázku ptal, ale jak mám říct mým rodičům, že přijde 
FBI? 
Už jsem se ptal, jak jim mám říct, že budu obžalován. Ale teď je dost možné, že přijde i 
FBI. Na Facebooku jsem nějakým lidem vyhrožoval smrtí a oni mi řekli, že na mě zavolají 
policii. Takže jak to mám říct svým rodičům, a jak mám zabránit tomu, aby mi vynadali? 
 
6.4. Ochrana před kyberšikanou 
 
Očištění internetové pověsti je možné, ale bývá to velice těžké a drahé. Proto je mnohem 
lepší se především před kyberšikanou chránit, než snažit se napravit škody, které napácha-
la. Jako ve většině oblastí počítačové kriminality je velmi těžké takovou ochranu zajistit.  
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Když vyšel najevo příběh „Meganiny sebevraždy na MySpace“, veškerá pozornost veřej-
nosti byla zaměřena na problematiku kyberšikany. Od té doby tento případ slouží jako ná-
zorná ukázka toho, jak obtížné je legálně děti ochránit před obtěžováním nebo nebezpeč-
nými útoky na internetu, jako v tomto případě. Bylo zahájeno trestní stíhání do roka od 
první reakce veřejnosti. V listopadu roku 2008, byla čtyřiceti devítiletá Lori Dew odsouze-
na za čin, který právní znalci označili jako první oficiální trestný čin kyberšikany. Toto 
usvědčení bylo založeno na tom, že Dew porušila smluvní podmínky  serveru MySpace, ve 
kterých je uvedeno, že každý uživatel je povinen poskytnout o sobě pravdivé informace a 
souhlasí s tím, že nebude „poškozovat nebo ohrožovat ostatní uživatele“. V červenci roku 
2009 bylo toto obvinění zrušeno na základě toho, že smluvní strany potvrdily souhlas 
s smluvními podmínkami serveru MySpace, aniž by jejich obsah doopravdy četly ( Už 
dříve jsme se zmínili o tom, jak tvůrci škodlivého hardwaru počítají s tím, že uživatelé 
nečtou tzv. licence EULA, což jim umožňuje legálně podstrčit uživateli nechtěný adware. 
Kyber-útočníci jsou také chráněni tím, že uživatelé souhlasí s podmínkami, které nečetli.) 
 
Případ Drew vedl také k návrhu „Meganina zákona“ ( Megan Meier Cyberbullying Preven-
tion Act), který měl úřadům ukládat, aby zveřejňovali seznamy sexuálních delikventů i s 
místem jejich trvalého bydliště. Od roku 2009 byl však návrh zákona pozastaven ve výbo-
ru. Některé sdělovací prostředky tvrdí, že v návrhu zákona se objevil vážný rozpor 
s prvním dodatkem k Ústavě Spojených států amerických. Je pravděpodobné, že zákony 
týkající se kyberšikany zůstanou i nadále předmětem k projednávání. Je téměř nemožné 
ochránit svobodu slova, tak jak se naše společnost snaží, aniž bychom společně s tím také 
nechránili svobodu nenávistných projevů.  
 
Co můžete udělat abyste pomohli? Pokud víte o nějakém případu kyberšikany ve vaší ško-
le, neváhejte to nahlásit. I v případě, že to nejste právě vy, kdo je jejím terčem. Vytvořte 
vlastní kampaň proti tolerování kybešikany. Takováto kampaň může být založena kýmkoli 
a kdekoli. Po sebevraždě Megan Meier se skupina náctiletých rozhodla rozběhnout kampaň 
proti kyberšikaně k uctění Meganiny památky. Vytvořili Přísahu Megan, ve které se dospí-
vající zavázali, že budou činit kroky proti kyberšikaně. Zvažte, že byste do jejich kampaně 
zahrnuli i vaši školu.  
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Co ještě můžete udělat, abyste se s vašimi přáteli ochránili před kyberšikanou? Buďte opa-
trní a mějte na paměti těchto hlavních deset kroků k prevenci kyberšikany: 
 
1. Poznej své online přátele. Někteří dopívající se vystavují nebezpečí tím, že za své 
online přátele přijímají osoby, které ve skutečnosti neznají. Zdá se, že věří, že to tak 
dělá každý. Není to tak. Studie mladistvých uživatelů sociálních sítí, kterou proved-
li výzkumní pracovníci z Californské University prokázala, že poze 5 % dospívají-
cích má online přátele, které ve skutečnosti nezná. Takže je naprosto v pořádku, 
když ignorujete žádost od člověka, kterého neznáte. 
2. Podepište Přísahu Megan a pobídněte každého žáka ve vaší škole aby ji podepsal. 
Nezapomeňte, že útoky kyberšikany jsou proto tak úspěšné, že ostatní žáci se raději 
připojí a stanou se také útočníky, než by proti nim sjednotili. Přísahu si můžete 
stáhnout z internetové stránky stopcyberbullying.org. 
3. Omezte množství informací, které zveřejňujete. Nikdy nezveřejňujte osobní 
identifikační data, jako je vaše adresa domů nebo telefonní číslo. To vás pomůže 
ochránit před útokem na vaši identitu.  
4. Buďte obezřetní při nastavení ochrany osobních údajů. Sociální sítě vám nyní 
umožňují určit nastavení ochrany osobních údajů téměř u všeho, co zveřejňujete – 
aktualizace vašich statusů, fotografie, členství ve skupinách – v tu samou chvíli, 
kdy to zveřejňujete. Důkladně zvažte, do jaké míry chcete aby vaše soukromí bylo 
veřejným. Nemyslete si, že jen proto, že si nastavíte stránku jako soukromou, na ni 
nikdo nemůže vstoupit.  
5. Musíte vědět, co o vás vaši online přátelé zveřejňují – což se týká jak fotografií, 
tak i komentářů. Vaši přátelé se nemusí starat o ochranu vašeho soukromí tak jako 
vy.  
6. Věřte svým instinktům. Pokud vám váš nový přítel začne nahánět hrůzu, vyřaďte 
ho ze svých přátel. Rychle. 
7. Přemýšlejte, než kliknete. Nezapomeňte, že nemůžete vzít zpátky, co jste jednou 
dali odeslat nebo zveřejnit. Pokud si nejste jistí, jestli je něco vhodné, tak pravdě-
podobně není. Při zveřejňování buďte zvláště opatrní, když jste naštvaní nebo 
smutní. Pokud vás opravdu rozzlobí něco, co jste se dočetli online, než odpovíte, 
dejte si od počítače malou přestávku.  
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8. Ohlaste urážlivé příspěvky. Online činnost může způsobit více než jen bolest. 
Tím, že urážlivé příspěvky ohlásíte můžete zabránit sebevraždě. Jak byste se cítili, 
pokud byste věděli, ale nic neřekli? Je to něco, co si s sebou chcete nést po zbytek 
vašeho života? 
9. Nešikanujte sami sebe. Pečlivě přemýšlejte před každým jednotlivým příspěvkem. 
Často tím, že lidé nejdřív zveřejňují a potom až přemýšlí, ničí svojí vlastí pověst.   
10. Nešikanuj ostatní. Nikdy se nerozhodnete špatně, pokud budete jednat s  ostatními 
jen takovým způsobem, jakým chcete, aby oni jednali s vámi. Což vás také ochrání 
od počítačových útoků .... 
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3.4 Commentary to the 2nd translated text 
3.4.1 Macro approach 
 
Source and style. This text was taken from the book called “Own your space 
book” written by Microsoft. This is a book intended for all teenagers, their parents or 
teachers who want to secure their systems and protect their data. Style of the text is popu-
lar-scientific and it is mainly addressed to teenagers and people who spend a lot of their 
time online. The text is divided into chapters, and some chapters are divided into sub-
chapters. The final chapter includes ten steps how children can prevent themselves from 
cyberbullying. These ten steps are numbered and each of them has its own sub-headline. 
This text has been created mainly for teenagers and thus it is also illustrated.  
 
Sentence structure. Due to the fact that this text is addressed to a different audi-
ence and it is written in different style of language than the first translated text, the sen-
tence structure also differs. Simple, complex, compound and complex/compound sentences 
can be found there, most of the sentences are complex or compound sentences but they are 
shorter and compared to the first text more comprehensible. For example: In addition, Lori 
Dew was fully aware that Megan was being treated for depression before she initiated the 
hoax.  However, many simple sentences, which are used very often to emphasize the narra-
tion can be found in the introduction. For example: He reposted Megan’s message without 
her permission. Hurtful comments about Megan were posted online. Then Josh sent a final 
message stating that, “Everybody in O’Fallon knows who you are. You are a bad person 
and everybody hates you... The world would be better place without you.” Shortly after 
that, Megan committed suicide.  
 
Tenses. Past simple, present simple and present perfect are the most widely used 
tenses in the text. Present simple and perfect simple can be used in different situations. For 
example: The term cyberbullying covers a wide range of harassing behaviors. – present 
simple, describing permanent state. Sadly, today’s technology provides ample opportuni-
ties for anonymous cruelty. – present simple, describing universal truth. Sometimes kids 
upload those texts from cell phones to websites, expanding the audience and furthering the 
damage. – present simple, habitual activity. Over half of middle- schoolers have been bul-
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lied online at least once. – present perfect (in passive), describing experience at any point 
in the past. In response to Megan’s death, cyberbullying has become a nationally recog-
nized problem. – present perfect, describing past event with current relevance. Josh 
claimed to have recently moved to the nearby town of O’Fallon where he was homescholed 
and didn’t have yet a phone. – present perfect (in passive), describing state or activity that 
begins in past, continues into present. Inter alia, there may be found also the past simple 
tense – The PayPal victims knew nothing of the intermediary, past perfect tense - ... Ryan 
Patrick Halligan of Vermont, who had suffered months of cyberattacks ... (pg. 2), present 
progressive (in passive) - ... Megan was being treated for depression before she initiated 
the hoax. [59] 
 
 
3.4.2 Micro approach 
 
Passive. The text is written in popular-scientific style, thus the sentence structure 
can be also considered simpler. However, the passive voice is used also very often in the 
text. Considering the fact that Czech is synthetic language, translation of all these passive 
constructions using passive would be inappropriate. For example: The MySpace account 
using his name was created by 49-year-old Lori Drew ... the hurtful messages were sent by 
Drew ... Megan was being treated for depression ...– Účet na MySpace s tímto jménem 
vytvořila čtyřiceti devítiletá Lori Dew ... urážlivou zprávu odeslala Dew ... Megan se léčila 
s depresí ...  In this cases, the translator decided to translate the sentences using active 
voice to avoid frequent repetition and to make it more comprehensible for the Czech read-
er.  
 
 
Equivalents. The second challenge was a special language. Some terms related to 
bullying and cyberbullying, which are frequently used in the text, have no equivalents in 
Czech. The translator had to search if certain term in Czech is available and consider 
whether it is appropriate to apply them it in this context. In case that no equivalent was 
available, he had to find another term to describe the same thing. For example: bully. This 
word cannot be translated into Czech literally as: šikanátor. The most proper translation of 
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this word is tyran. For example in the sentence the word tyran can be used in a sentence - 
School yard bullies have been an issue since the days of the one-room school house. – 
Tyrani byli považováni za problém už v dobách vzniku prvních škol, However in the se-
cond example, the word tyran would not be contextually appropriate and therefore it was 
necessary to substitute it by another. In an identity assault, the cyberbully impersonates 
you in order to trash your reputation.– Při útoku na vaši identitu se kyber-útočník vydává 
za vás, protože chce zničit vaši pověst. In this case, the translator has decided to translate 
cyberbully as kyber-útočník.   
 
Another example can be: The downside to Googling is it doesn’t work well for peo-
ple with incredibly common names.The term Googling does not have any equivalent or any 
term with similar meaning in Czech, therefore a translator has to explain it as: Nevýhodou 
vyhledávání na googlu je to, že nefunguje u lidí s velice běžnými jmény. 
 
Verb forms. Common challenges for translator are English gerunds and present 
participles. Since the Czech language does not have any equivalents to these forms, the 
translator has to translate them using modulation or transposition. For example: ... all have 
people scanning the Internet for potential threats to national security. This present partici-
ple has to be translated as a dependent clause: ... mají své zaměstnance, kteří prohledávají 
internet. Another example: In 2007, an Internet crime fighting group called CastleCops ... 
This present participle has to be translated also as a dependent clause: Americká společnost 
CastleCops, která bojuje proti internetové kriminalitě.  
 
Modulation. As stated in previous chapters, modulation is very common in transla-
tions between English and Czech. For example: In an identity assault, the cyberbully im-
personates you in order to trash your reputation. – Při útoku se kyber-útočník vydává za 
vás, protože chce zničit vaši pověst. To prevent problems your best bet is to monitor is to 
monitor your online reputation and move quickly if you find any problems – Tomuto 
problému nejlépe předejdete tak, že budete vaši internetovu pověst důkladně sledovat a 
neprodleně odstraníte jakékoli problémy, co se objeví. [60] 
 
Transposition. As in the previous translation, different types of transpositions can 
be found here. Transposition of part of the speech: suicide attempt – pokus o sebevraždu. 
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Transposition of clause: School yard bullies have been an issue since the days of the one 
room school house. Today, those bullies simply have a larger venue and a lot more victims 
to pick from. - Tyrani byli považováni za problém už v dobách vzniku prvních škol a v 
dnešní době mají k dispozici mnohem vetší množství  míst a obětí, ze kterých mohou 
vybírat. [61] 
 
 
Headlines. The text is divided into chapters and sub-chapters and each of them has 
its own headline or sub-headline.  It is very difficult to translate them because they are in-
tended to be short and interesting. The translator has to endeavour to make them compre-
hensible to the Czech reader and also short and apposite. For example: Bullies Go Digital.– 
Útočníci získávájí online podobu. Reputation Management – Řízení dobré pověsti. 
 
Explication. Several terms which are expected to be unknown to the Czech reader 
can be found in the text. Therefore the translator has decided to explain them. For example: 
Megan Meier, a 13-year-old from Dardenne Prairie, Missouri – Třináctiletá Megan Meier 
z města Dardenne Prairie ve státu Missouri ... WiredSafety has initiated a program to en-
courage teens ... – Americké uskupení WaredSafety, které se zabývá bezpečností na 
internetu, a pomocí náctiletým na celém světě, iniciovalo program, který pobízí náctileté 
[62] 
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4 RESEARCH 
 
To complement my work, I have decided to complete a research dealing with the topic 
of my thesis, Internet safety. At the very beginning, I have visited a web site 
www.cyberbullying.us which is managed by Cyberbullying Research Centre. “The 
Cyberbullying Research Centre is dedicated to providing up-to-date information about the 
nature, extent, causes and consequences among adolescents.” [63] Under the chapter enti-
tled Research, I have found results of survey which was carried out by Drs. Hinduja and 
Patchin.  
 
Firstly, I have decided to choose only particular areas of the research, considering the 
fact that I would like to compare them with the situation in the Czech Republic. Then, I 
created a questionnaire that can provide the same answers as the American one. The next 
important step was to choose the same random sample as they did. Of course, it is not pos-
sible to make exactly the same research, mainly due to the fact that they worked with a 
much larger number of students, in some cases the number was over 4000 and the research 
was done from 2002 to 2007. 
 
I have decided to compare 3 areas of the research: (1) Teens use of technology, (2) 
Cyberbullying victimization and (3) Cyberbullying offending. The random sample used in 
United States was from 10 to 18 years old, therefore I have chosen the Podmostní Primary 
School, Pilsen and Secondary Technical School of Mechanical Engineering and Secondary 
Vocational School of Professor Švejcar, Pilsen. The total number of respondents was 60 
and 45 of them were girls and 15 of them were boys.  
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4.1 Teens use of technology 
 
The first area I have decided to compare is “Teens use of technology”, because wheth-
er and how much teens use the technology and services is very important for research of 
cyberbullying. First of all, I will present results of my research and then I will compare it 
with the results from American research.  
 
 
Diagram 1 
 
 
It is obvious that the most widely used are mobile phones (98% of respondents), Face-
book (95% of respondents) and YouTube (93% of respondents). Vice versa the least used 
is MySpace (7% of respondents) and Twitter (13% of respondents).  
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Diagram 2 
 
This research was done on February 2007 and therefore we must take into account that 
some of these services (Facebook) were not so well-known as nowadays. Although in 2007 
Facebook had over fifty millions of active users. [64] According to this diagram, Facebook 
is used by approximately half of respondents (50.8 %) and the most widely used are still 
cell phones (83 % of respondents). [65] 
 
The most obvious difference is the number of children using YouTube. Although in 
my research there is over 93 % of respondents using YouTube, in USA there is only 11.5% 
children using this service. What may appear surprising is the usage of Twitter. This ser-
vice has over 100 000 Czech users nowadays [66] but in comparison with Facebook, which 
has almost 3 millions of users in the Czech Republic [67], it is a very small number, and I 
would have expected the percentage of Czech children using twitter to be much lower than 
in the USA. However the opposite is true. In the Czech Republic it is 13 % of respondents 
beside the USA, there it is only 6.5 %.  [65] 
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4.2 Cyberbullying victimalization 
 
 
Diagram 3 
 
At first glance, we can see that about a half of the respondents (56 %) have found 
mean or hurtful comments about themselves online in recent months. This number may 
seem very high but according to the research which was done by Palacky University Olo-
mouc in 2012, almost half of the Czech children have become victims of cyberbullying. 
[68] The second most common way (36 % of respondents) to harass other online is posting 
mean or hurtful pictures online.  
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Diagram 4 
 
 
We can see that percentage in the USA is much lower than in the Czech Republic. 
However this may be caused by the fact that the research in the USA was done in 2007. 
Since that time, cyberbullying has become a highly discussed topic and children may do 
not be afraid and ashamed of talking about them being cyberbullied. The most common 
way to cyberbullied others is also the posting of mean or hurtful comments online (14.3 % 
of respondents) and online rumors (13.3 % of respondents). [65] 
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4.3 Cyberbullying offending 
Diagram 5 
 
Over the half of the students in my sample (57 %) admitted they posted mean or hurt-
ful comments about someone online. This number is very high, which is caused mainly by 
the fact that knowledge of the term cyberbullying is only superficial and children often do 
not regard posting of hurtful or mean comments online as cyberbullying. Other results are 
not so high, 37 % of respondents confessed to spreading rumors about someone through 
text messages or emails while 33 % of respondents admitted they posted a mean or hurtful 
picture online of someone.  
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Diagram 6 
 
If we compare the results in the Czech Republic and the United States, it is obvious 
that the numbers are much lower. The most commonly reported types of cyberbullying is 
posting mean or hurtful comments about someone online (8.8 % of respondents) and 
spreading rumors about someone online through text messages or emails ( 6.8 % of re-
spondents). Reason for this, according the first diagram, is also the fact that nowadays 
more children use technologies and they have better access to the Internet. [65] 
 
In general, the most surprising results were the usage of YouTube in the USA, the us-
age of Twitter in the Czech Republic and very high percentage of Czech children being 
cyberbullied or cyberbullying someone in previous month. Reasons for these differences 
might be different level of using technologies, culture differences in both countries and 
also better access to technologies.  
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5 CONCLUSION 
 
The main focus of my thesis was translation of two selected text dealing with the topic 
of my thesis “The Internet safety”, which were supplemented with a translation commen-
tary. The thesis is divided into three main sections. The first section includes translation 
theory, where translation methods and differences between English and Czech can be 
found. The main sources for this section were the book called K teorii i praxi překladu by 
Dagmar Knittlová and the book called A textbook of translation by Petr Newmark.  
 
The second section consists of two translations and translation commentaries. The first 
text called “Rules for parents and their children on safer Internet use” was created by Min-
istry of Education, Youth and Sports of the Czech Republic, it is written in administrative 
style and it was translated from Czech into English. The second text called 
“Cyberbullying” was created by Microsoft, it is written in popular-scientific style and it 
was translated from English into Czech. Both of these texts are supplemented with macro 
and micro analyses, where I have dealt with differences between these two texts.  
 
My second objective was based on the topic of translated texts thus “Internet safety”. I 
have done a research concerning the usage of the Internet by children. I decided to conduct 
this study in the Czech environment in order to compare it with the original research in 
America. On the web site www.cyberbullying.us I had found results of a research done by 
Cyberbullying Research Centre, which was done from 2002 to 2007 and I have created a 
questionnaire that can provide similar answers. The random sample used in United States 
was from 10 to 18 years old, therefore I have chosen Podmostní Primary School, Pilsen 
and Secondary Technical School of Mechanical Engineering and Secondary Vocational 
School of Professor Švejcar, Pilsen. The total number of respondents was 60 and 45 of 
them were girls and 15 of them were boys.  
 
The conclusion drawn from my research differed widely from that of the original 
study. This might be of these main reasons: (1) Their study was longitudinal and included 
over 4000 respondents. Compare to my research that lasted approximately two months and 
50 
 
 
 
used substantially smaller amount of respondents. (2) Based on the first translated text, a 
cyberbullying is an actual topic in American schools where there are for example “Adviso-
ry classes” being held every Friday to discuss such issues and teachers are very attentive to 
avoid any problems in the very beginning.  
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8 ABSTRACT 
 
The main focus of my thesis was translation of two selected on the topic “The Internet 
safety” supplemented with a translation commentary. The thesis is divided into three main 
sections. The first section includes translation theory, where translation methods and dif-
ferences between English and Czech can be found. The second section consists of two 
translations and translation commentaries. The first text is called “Rules for parents and 
their children on safer Internet use” and it is translated from Czech into English. The se-
cond text is called “Cyberbullying” and it is translated from English into Czech. Both of 
these texts are supplemented with macro and micro analyses, where I have dealt with dif-
ferences between styles of these two texts.  
 
My second objective was based on the topic of translated texts thus “Internet safety”. I 
have done a research concerning the usage of the Internet by children. I decided to conduct 
this study in the Czech environment in order to compare it with the original research in 
America. I created a questionnaire that can provide the same answers as the American one.  
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9 RESUMÉ 
 
Hlavním cílem mé práce byl překlad dvou vybraných textů na téma “Internetová 
bezpečnost”. Oba překlady jsou doplněny o překladový komentář. Má práce je rozdělena 
na tři hlavní části. První část obsahuje překladatelskou teorii, kde jsou popsány 
překladatelské postupy a také rozdíly mezi angličtinou a češtinou. V druhé části můžeme 
najít překlady dvou vybraných textů a překladatelský komentář. První text má název „ 
Pravidla pro rodiče a děti k bezpečnějšímu užívání internetu“ a je překládán z češtiny do 
angličtiny. Druhý text má název „Kyberšikana“ a je překládán z angličtiny do češtiny. Oba 
tyto texty jsou doplněny o mikro a makro analýzu, kde se zabývám také rozdíly ve stylu, 
jakým jsou tyto dva texty napsány. 
 
Druhý cíl mé práce byl založen na tématu překládaných textů, tedy „Internetová 
bezpečnost. Jako první jsem provedla výzkum, který měl ukázat jak české děti používají 
internet. Výzkum jsem prováděla s cílem porovnat ho s originálním výzkumem, který byl 
proveden ve Spojených státech amerických. Vytvořila jsem dotazník, který poskytl stejné 
odpovědi jako dotazník, který byl zadáván v Americe. 
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9.1 Appendix 1 – The first source text 
 
 
59 
 
 
 
 
 
60 
 
 
 
 
61 
 
 
 
 
62 
 
 
 
 
63 
 
 
 
9.2 Appendix 2 – The second source text 
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9.3 Appendix 3 – A questionnaire 
 
Kyberšikana 
 
Dobrý den, prosím o vyplnění dotazníku, který souvisí s mým výzkumem v oblasti 
kyberšikany v České republice. Dotazník není žádná zkouška, slouží pouze jako 
informační základ k dalšímu porovnávání s ostatními zeměmi. Na dotazník se snažte 
odpovídat pravdivě, je anonymní a Vaše odpovědi nebudou nijak dále používány nebo 
zveřejňovány, slouží pouze pro podklad k mojí bakalářské práci. Předem Vám mnohokrát 
děkuji. Karolína Ťoupalová 
 
Jaké používáš technologie? Vhodné zaškrtni  
 Mobilní telefon 
 Využívám interentu pro práci do školy 
 Facebook 
 Herní konzole 
 Používám mobil ve škole 
 E-mail 
 Rychlé zasílání zpráv (Vocab, Viber) 
 Pořizování fotografií s pomocí mobilního telefonu 
 Online hry 
 MySpace 
 Používání internetu na mobilním telefonu 
 Chatování 
 Web kamera 
 YouTube 
 Twitter 
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Za celý svůj život: Vhodné zaškrtni  
 Byl/a jsem šikanován/a 
 Někdo o mě online napsal škodlivý komentář  
 Našel/našla jsem o sobě nějaké nepravdivé zvěsti online  
 Někdo mi vyhrožoval přes SMS zprávy 
 Někdo mi vyhrožoval online 
 Někdo se na internetu vydával za mě 
 Někdo zveřejnil mojí fotografii, která mě nějak může poškodit 
 
Za celý svůj život: Vhodné zaškrtni  
 Použil/a jsem proti někomu kyberšikanu 
 Napsal/a jsem online o někom nějaký urážlivý komentář  
 Šířil/a jsem o někom nepravdivé zvěsti online, přes email nebo mobilní telefon 
 Vyhrožoval/a jsem někomu přes SMS zprávy 
 Vyhrožoval/a jsem někomu online 
 Zvěřejnil/a jsem online něčí fotografii, která by ho mohla poškodit 
 Zvěřejnil/a jsem online něčí video, které by ho mohla poškodit 
 Vytvořil/a jsem o někom webovou stránku, která by ho mo mohla poškodit 
 
Jsem: Vhodné zaškrtni  
 Dívka 
 Chlapec 
 
 
 
 
 
 
 
 
