



















































































































































































































































































































































































































てくる。その分析の例として Gersbach and Schmutzler （2003） などがある。
（２）情報の持ち出し阻止






























































































































































































りする闇市場が生まれることで発達してきた（ Zhuge-Holz-Song-Guo-Han-Zou （2008） などを参
照）。
こういったネット攻撃の分業化の究極の形態といわれる CaaS（crimeware as a service）は，
悪意のある人向けに提供する，インターネット上の攻撃代行サービスである。CaaSを利用す
ると，ターゲットを攻撃し，狙った情報を手に入れてくれる。これは，いわば，ソフトウェア
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