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V magistrskem delu so sistematično obravnavane določbe GDPR, pri čemer se analizira 
njihov vpliv na položaj upravljavcev in obdelovalcev osebnih podatkov. V prvem delu se 
skladno z GDPR opredeli pojem »osebnih podatkov« ter kriteriji, po katerih se subjekti, 
vključeni v obdelavo osebnih podatkov, razvrstijo v kategorijo upravljavcev ali obdelovalcev 
osebnih podatkov. Sledi pravna analiza temeljnih načel, katera morajo upravljavci in 
obdelovalci osebnih podatkov pri obdelavah osebnih podatkov spoštovati, in sicer so 
izpostavljena načelo zakonitosti, pravičnosti in preglednosti, načelo omejitve namena, načelo 
najmanjšega obsega podatkov ter novo uzakonjeno načelo odgovornosti. V nadaljevanju se 
razišče, katere pravice lahko posameznik, na katerega se nanašajo osebni podatki, uveljavlja 
zoper upravljavce osebnih podatkov, pri čemer se podrobneje analizira ureditev novo 
uzakonjenih pravic, kot so t.i. pravica do pozabe ter pravica do prenosljivosti podatkov. V 
osrednjem delu se predstavijo nove obveznosti upravljavcev in obdelovalcev osebnih 
podatkov, kot so obveznosti vgrajenega in privzetega varstva osebnih podatkov, 
dokumentiranje obdelav, uradno obvestilo nadzornemu organu o kršitvi varnosti osebnih 
podatkov, izdelava ocen učinka ter imenovanje pooblaščenih oseb za varstvo podatkov. 
Analizira se tudi, kakšne sankcije lahko potencialno zadenejo upravljavce in obdelovalce 
osebnih podatkov v primeru neskladnosti z GDPR. V tem delu se potrdi prva hipoteza, da je 
GDPR zaostrila položaj upravljavcev in obdelovalcev osebnih podatkov, saj vzpostavitev 
skladnosti z GDPR od njih zahteva obsežno revizijo in pregled trenutne prakse, neprestano 
spremljanje tveganj dejanj izvedenih obdelav, vpeljavo mnogih mehanizmov za varnost 
osebnih podatkov, znatne finančne investicije ter vlaganje v razvoj in izobraževanje 
zaposlenih. V zadnjem delu se obravnava praktični pristop k implementaciji in izvrševanju 
navedenih ukrepov, ki ga določa GDPR, in sicer pristop na podlagi tveganj. V povezavi s tem 
se potrdi druga hipoteza, saj se navedeni pristop predstavi kot primeren za področje 
zagotavljanja varnosti osebnih podatkov, ker igra ključno vlogo pri zagotavljanju, da je 
GDPR tehnološko nevtralna zakonodaja.   
 
Ključne besede: GDPR, upravljavec, obdelovalec, načelo odgovornosti, pravica do 







The present master's thesis represents crucial GDPR provisions, focusing on the analysis of 
their impact on the controllers and processors of personal data. In the first part of the master's 
thesis, the wide definition of »personal data« is explained and the criteria under which the 
subjects, engaged in the personal data processing, are characterized as controllers or 
processors, is being represented. This is followed by a detailed analysis of the basic principles 
relating to processing of personal data, such as principles of lawfulness, fairness and 
transparency, purpose limitation, data minimization and accountability. Furthermore, it is 
analyzed which rights the data subjects have and a detailed analysis of the newly enacted right 
to be forgotten and right to data portability is conducted. In the main part of the master's 
thesis, the newly enacted responsibilities of the controllers and processors are being analyzed, 
such as the concept of data protection by design and by default, maintenance of the records of 
processing activities, notification of a personal data breach to the supervisory authority, data 
protection impact assessment and designation of the data protection officer. Moreover, it is 
examined what kind of fines the controllers and processors could be facing in case they are 
not compliant with GDPR. In connection to this, the first hypothesis is confirmed, as it is 
concluded that GDPR has severely impacted the controller’s and the processor’s situation, 
since compliance with GDPR demands an extensive revision and review of current practices, 
constant risk assessment, implementation of various measures for the safety of personal data, 
significant financial investment and further education of the employees. In the last part of the 
master's thesis, the practical risk-based approach to the implementation and execution of the 
mentioned GDPR provisions is represented. In this regard, the second hypothesis is also 
confirmed, as it is concluded that risk-based approach is appropriate for the protection of 
personal data, since it is the key factor in establishing GDPR as the technology neutral 
legislation. 
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V času hitrega tehnološkega razvoja, kjer tehnologija zasebnim in javnim organizacijam 
omogoča, da osebne podatke v vse večjem obsegu zbirajo in analizirajo za dosego svojih 
ciljev, je bila nujna ponovna vzpostavitev ravnovesja med pravico posameznikov do varstva 
njihovih osebnih podatkov na eni strani in svobodno gospodarsko pobudo digitalnih podjetij, 
ki upravljajo oziroma obdelujejo osebne podatke posameznikov. Iskanje ravnovesja se je 
odrazilo v enemu bolj odmevnih evropskih zakonodajnih svežnjev, Uredbi (EU) 2016/679 
Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri obdelavi 
osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES1 
(Splošna uredba o varstvu podatkov, v nadaljevanju GDPR), katere določbe so začele v 
državah članicah Evropske unije neposredno veljati 25. maja 2018. Temeljna cilja, ki izhajata 
iz uvodnih izjav GDPR, vsaj na prvi pogled predstavljata dva različna pola – na eni strani naj 
bi GDPR zagotavljala popolnoma neoviran pretok posameznikovih osebnih podatkov in s tem 
spodbujala digitalno gospodarstvo, na drugi strani pa naj bi posamezniku podelila popoln 
nadzor nad njegovimi osebnimi podatki. 
 
Pogosto slišimo, da je skladnost z GDPR popotovanje, in ne cilj. Da ta misel izraža dejansko 
stanje na trgu, izhaja iz raziskave na temo upravljanja zasebnosti, ki jo je v letu 2018 izvedlo 
Mednarodno združenje strokovnjakov za zasebnost v sodelovanju z družbo Ernst & Young 
(The 2018 Privacy Governance Report), v kateri je bilo raziskana stopnja skladnosti evropskih 
in ameriških upravljavcev in obdelovalcev z GDPR po maju 2018. Čeprav so imeli ti za 
vzpostavitev skladnosti z GDPR na voljo dve leti, iz rezultatov raziskave izhaja, da so v drugi 
polovici leta 2018 še vedno v fazi intenzivne implementacije GDPR programov v svoje 
delovanje. Da popotovanje do celovite skladnosti z GDPR še ni blizu cilja, izkazuje dejstvo, 
da kar 56 % anketiranih še ni skladnih z GDPR, pri čemer eden od petih upravljavcev 
označuje doseganje skladnosti z GDPR kot misijo nemogoče.2 
 
Ključno raziskovalno vprašanje magistrskega dela je, kako GDPR vpliva na položaj 
organizacij, ki spadajo pod upravljavce in obdelovalce osebnih podatkov. V prvem delu 
                                                             
1
 Uredba (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES1 (Splošna 
uredba o varstvu podatkov), Uradni list  EU, L 119/1. 
2
 Mednarodno združenje strokovnjakov za zasebnost, Annual Privacy Governance Report 2018, URL: 




magistrskega dela bom raziskala, kako GDPR opredeli pojme »osebnih podatkov«, 
»obdelovalcev osebnih podatkov« ter »upravljavcev osebnih podatkov«. V nadaljevanju bom 
analizirala, katera načela morajo upravljavci in obdelovalci pri obdelavah osebnih podatkov 
spoštovati in katere pravice lahko uveljavljajo proti njim posamezniki, na katere se nanašajo 
osebni podatki. V osrednjem delu bom sistematično predstavila obveznosti, ki jih morajo 
upravljavci in obdelovalci izpolnjevati, pri čemer bom raziskala, kaj ti za njih pomenijo iz 
poslovnega, organizacijskega in tehničnega vidika. V zadnjem delu magistrskega dela bom 
razpravljala o praktičnem pristopu k izpolnjevanju obveznosti in zagotavljanju skladnosti, ki 
ga določa GDPR, in sicer pristopu na podlagi tveganj (ang. »risk - based approach«). 
Raziskala bom, ali je omenjeni pristop za področje zagotavljanja varnosti osebnih podatkov 
sploh primeren.  
 
Hipoteze, metodologija in raziskovalne metode  
 
V magistrskem delu bom skušala potrditi oziroma ovreči dve hipotezi. Prva hipoteza je, da se 
je tako položaj upravljavcev, kot tudi obdelovalcev osebnih podatkov zaradi velikega števila 
novih obveznosti, ki jih GDPR določa, znatno zaostril. Druga hipoteza pa je, da je pristop na 
podlagi tveganj, ki ga vpeljuje GDPR, primeren za področje zagotavljanja varnosti osebnih 
podatkov.   
 
Magistrsko delo bo temeljilo na teoretični analizi uvodnih izjav in določb GDPR. V analizo 
bom vključila tudi smernice Delovne skupine iz člena 29 oziroma Evropskega odbora za 
varstvo osebnih podatkov, oprla pa se bom tudi na slovenske in tuje znanstvene članke ter 
sodbe tujih sodišč. Pri raziskavi bom v prvi vrsti uporabila jezikovo razlago določb, nato pa jo 











4. TEMELJNI POJMI 
 
4.1. OSEBNI PODATKI 
 
V primerjavi z Direktivo Evropskega parlamenta in Sveta 95/46/ES z dne 24. oktobra 1995 o 
varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih podatkov
3
 (v 
nadaljevanju Direktiva 95/46/ES), GDPR prinaša širšo definicijo osebnih podatkov. V 4. 
členu GDPR so ti opredeljeni kot katera koli informacija v zvezi z določenim ali določljivim 
posameznikom, pri čemer je določljiv posameznik tisti, ki ga je mogoče neposredno ali 
posredno določiti preko navedbe identifikatorjev, kot so ime, identifikacijska številka, podatki 
o lokaciji, spletni identifikator, ali z navedbo enega ali več dejavnikov, ki so značilni za 
fizično, fiziološko, genetsko, duševno, gospodarsko, kulturno ali družbeno identiteto tega 
posameznika. Spletni identifikatorji so v definicijo vključeni na novo, 30. uvodna izjava pa 
kot primere le-teh našteva piškotke, naslove internetnega protokola in oznake za 
radiofrekvenčno identifikacijo. Ti omogočajo, da za uporabo naprav, aplikacij ali orodja na 
strežnikih ostajajo sledi osebnih podatkov, katere se kasneje lahko uporabi za identificiranje 
in profiliranje posameznikov.  
 
GDPR za razlago termina »določljiv posameznik« postavi zelo strogo merilo, saj v 26. uvodni 
izjavi opredeli, da je potrebno pri ugotavljanju, ali je posameznik določljiv, upoštevati vsa 
sredstva, za katera se razumno pričakuje, da se bodo uporabila za neposredno ali posredno 
identificiranje posameznika. Da bi ugotovili, katera so ta sredstva, je potrebno upoštevati vse 
objektivne dejavnike, kot so stroški identifikacije in čas obdelave ter pri tem upoštevati 
tehnologijo, ki je na razpolago. Posameznik je tako določljiv v primeru, da bi ga kdorkoli 
lahko spoznal po katerem koli izmed zgoraj naštetih identifikatorjev.  
 
Posebne vrste osebnih podatkov  
 
GDPR v 9. členu našteva posebne vrste osebnih podatkov, ki so znani kot občutljivi osebni 
podatki
4
, pri čemer je bil koncept v primerjavi z Direktivo 95/46/ES razširjen z vključitvijo 
genetskih in biometričnih podatkov (kot so to na primer prstni odtisi ali optično prebrana 
                                                             
3 
Direktiva Evropskega parlamenta in Sveta 95/46/ES z dne 24. oktobra 1995 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov, Uradni list  EU, L 281/31. 
4 
Podatki o rasnem ali etničnem poreklu, političnem mnenju, verskem ali filozofskem prepričanju, članstvu v 
sindikatu, zdravstvenih podatki, itd. 
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očesna mrežnica). Skladno z 51. uvodno izjavo lahko okoliščine obdelave posebne vrste 
osebnih podatkov resno ogrozijo temeljne pravice in svoboščine posameznikov, zato se ti 
smejo obdelovati zgolj v posebnih primerih, ki so našteti v drugem odstavku 9. člena GDPR. 
Pri tem se dopušča možnost, da zakonodajalci držav članic Evropske unije uvedejo posebna 






GDPR opredeli tudi, kateri podatki specifično ne spadajo pod zaščito varstva osebnih 
podatkov, in sicer so to anonimizirani podatki. Skladno s 26. uvodno izjavo so anonimizirani 
podatki informacije, ki niso povezane z določenim ali določljivim posameznikom oziroma so 
to osebni podatki, ki so bili tako anonimizirani, da posameznik, na katerega se nanašajo 
osebni podatki, ni ali ni več določljiv.  
 
Čeprav v teoriji definicija anonimiziranih podatkov ni problematična, pa se v praksi 
upravljavci in obdelovalci soočajo s problemom, kako učinkovito anonimizirati podatke na 
način, da bodo izvzeti iz dosega GDPR, pri tem pa ohraniti od njih kakršno koli korist. 
Anonimizacija je namreč proces prekinjanja povezav med posameznimi podatki, največjo 
korist pa običajno prinašajo ravno baze podatkov, katere se uporabljajo za iskanje povezav in 
vzorcev med samimi podatki. Besedilo GDPR pri tem ne pomaga, saj dvoumno uporabi 
pojem »določljivega« posameznika, pri čemer postavi razumski standard precej visoko, kot je 




GDPR pa uvede tudi popolnoma nov koncept psevdonimizacije osebnih podatkov. Ta je v 
GDPR opredeljena kot obdelava osebnih podatkov, katere rezultat je, da osebni podatki brez 
dodatnih informacij niso več pripisljivi specifičnemu posamezniku. Pri tem mora biti 
določena ločena hramba takih dodatnih informacij, za upravljanje z njimi pa se določijo 
tehnični in organizacijski ukrepi, ki zagotavljajo, da se osebni podatki ne morejo pripisati 
                                                             
5
 Tretji odstavek 9. člena GDPR. 
6 Stalla-Bourdillon, Knight, Anonymous Data v. Personal Data - False Debate: An EU Perspective on 
Anonymization, Pseudonymization and Personal Data (2016), str. 285. 
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določenemu ali določljivemu posamezniku.7 V GDPR je psevdonimizacija na več mestih 
opredeljena kot zaščitni ukrep.8 Mnogo upravljavcev in obdelovalcev poudarja, da sta pojma 
»anonimizirani podatek« in »psevdonimizirani podatek« precej nejasna, zaradi česar je ukrepe 
anonimizacije in psevdonmizacije težko implementirati v poslovanje. Predvsem je v ospredju 





Iz 26. uvodne izjave izhaja, da se osebni podatki, ki so sicer bili psevdonimizirani, a jih je 
mogoče z dodatnimi informacijami pripisati posamezniku, vseeno obravnavajo kot 
informacije o določljivem posamezniku. Kakšen je torej namen psevdonimiziranih podatkov 
in ali zanje velja varstvo podatkov iz GDPR? Iz 28. uvodne izjave sledi, da uporaba postopka 
psevdonimizacije kot zaščitnega ukrepa pomaga upravljavcem in obdelovalcem pri doseganju 
skladnosti z GDPR, pri čemer pa namen instituta ni, da bi preprečila druge ukrepe za varstvo 
podatkov. Tako je za osebne podatke, ki so bili psevdonimizirani, eksplicitno določeno, da so 




Kot izhaja iz zgoraj navedenega, je v GDPR podana precej široka definicija osebnih 
podatkov, zato je za organizacije, ki so v dvomu, ali podatki, ki jih obdelujejo, spadajo pod 
zaščito GDPR, ali ne, bolje, da obdelavo uskladijo s pravili iz GDPR. V praksi je za 
organizacije najboljša možnost, da v izogib visokim kaznim osebne podatke popolnoma 
anonimizirajo. V kolikor to ni mogoče in potrebujejo osebne podatke z določeno stopnjo 
identifikacije, je naslednja najboljša praktična možnost psevdonimizacije podatkov. Čeprav 
obdelava le-teh spada v domet GDPR, pa je veliko bolj prijazno upravljavcem in 
obdelovalcem, saj zmanjša tveganje za kazni. Podjetja morajo identifikacijske osebne podatke 
uporabljati kot zadnjo možnost, ko anonimizacija ali psevdonimizacija ne prideta v poštev.10  
 
                                                             
7 Peta točka 4. člena GDPR. 
8
 Primeroma v 6. členu GDPR. 
9 Schiffner, Berendt, Siil, Degeling, Riemann, Schaub, Wuyts, Attoresi, Gürses, Klabunde, Polonetsky, Sadeh, 
Zanfir – Fortuna, Towards a Roadmap for Privacy Technologies and the General Data Protection Regulation: A 
transatlantic initiative (2018), str. 16. 
10  DLA Piper, EU general data protection regulation – key changes, URL:  
 https:// www.dlapiper.com/en/uk/focus/eu-data-protection-regulation/key-changes/. 
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4.2. ZAVEZANCI V KONTEKSTU GDPR 
 
GDPR kot zavezance določa upravljavce in obdelovalce osebnih podatkov. Opredelitev, kam 
spada določen subjekt, postane še posebej pomembna, kadar je v obdelavo osebnih podatkov 
vključenih več subjektov in je potrebno ugotoviti, kateri od njih je upravljavec podatkov (sam 
ali skupaj z drugimi) in katere od njih se šteje za obdelovalce podatkov, saj je od tega odvisna 
stopnja njihove odgovornosti. Organizacijska diferenciacija v smislu uporabe podizvajalcev 
ali zunanjih izvajalcev, je namreč tako v javnem, kot tudi zasebnem sektorju, vse pogostejša.11 
Ta problem je še posebej pogost pri sodobni uporabi informacijskih rešitev, največkrat, ko 
rešitve vsebujejo široko mrežo subjektov z zapletenimi odnosi.12 Taka situacija lahko vodi v 
zanikanje odgovornosti, saj je vedno več akterjev, ki sami sebe ne štejejo za tiste, ki določajo 
dejavnosti obdelave, in torej ne menijo, da morajo nositi odgovornost. Subjekti, udeleženi v 
obdelavah osebnih podatkov, morajo skrbno preveriti, v kakšnem medsebojnem razmerju so, 
in pravočasno določiti medsebojne pravice in obveznosti s sklenitvijo novih pogodb ali 
prilagoditvijo obstoječih.13 
 
4.2.1. Upravljavec osebnih podatkov   
 
GDPR definira upravljavca osebnih podatkov (v nadaljevanju: upravljavec) kot fizično ali 
pravno osebo, javni organ, agencijo ali drugo telo, kateri sam ali skupaj z drugimi določa 
namene in sredstva obdelave.
14
 Vloga upravljavca se subjektu torej pripiše glede na njegovo 
zmožnost določanja namenov in sredstev obdelave osebnih podatkov.15  
 
Delovna skupina iz člena 29 navede, da je mogoče status upravljavca pridobiti na treh 
podlagah. Subjekt je lahko upravljavec na podlagi izrecne pravne pristojnosti (določeno v 
pravnem predpisu), na podlagi implicitne pristojnosti (to npr. izhaja iz prakse različnih 
pravnih področij), ali pa zmožnost upravljanja bazira na dejanskem vplivu subjekta. To sledi 
tudi iz opredelitve pojma, ki kot upravljavca določi nekoga, ki »določa«, pri čemer to ne rabi 
biti »zakonito« določanje, iz česar izhaja, da ni pomembno, ali je bil upravljavec, ki je sprejel 
odločitev o namenu ali sredstvih obdelave, do tega pravno upravičen. V takih primerih se 
                                                             
11 Delovna skupina iz člena 29, Mnenje 1/2010 o pojmih »upravljavec« in »obdelovalec« (2010), str. 2. 
12 Informacijski pooblaščenec, smernice  o (pogodbeni) obdelavi osebnih podatkov (2018), str. 7. 
13
 Kryštufek, Prenosi podatkov v luči Splošne uredbe o varstvu osebnih podatkov (1. del) (2018), str. 14. 
14
 Sedma točka 4. člena GDPR. 
15 Delovna skupina iz člena 29, Mnenje 1/2010 o pojmih »upravljavec« in »obdelovalec« (2010), str. 12. 
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odgovornost upravljavca pripiše subjektu na podlagi dejanskih okoliščin. Odgovori na 
vprašanji »kdo je začel obravnavo« in »zakaj se izvaja« nas vodita do subjekta, ki je 
upravljavec. To, da ima nekdo tak status, je torej lahko posledica dejanske okoliščine, da se je 
neki subjekt z uporabo določenih sredstev odločil obdelati osebne podatke zaradi svojih 
namenov. Kategoriji upravljavcev, kateri sta določeni na podlagi zakona ali implicitne 
pristojnosti, sta načeloma varni pokazatelj, kateri subjekt je upravljavec, se pa mora to stanje 
odražati tudi v dejanskem. Kot izhaja iz navedenega, se mora o statusu subjektov, ki so 
vključeni pri obdelavah osebnih podatkov, vedno sklepati na podlagi dejanskih okoliščin, in 
ne zgolj na podlagi določb pogodbe ali zakona.16 
 
Sredstva obdelave zajemajo uporabljena tehnična sredstva (s čim bodo podatki obdelani) in 
organizacijska sredstva obdelave (vrsta in obdobje hrambe obdelanih podatkov, kdo ima do 
njih dostop, ipd.). Upravljavec lahko odločitev glede sredstev, ki niso ključna, ustrezno 
prenese na obdelovalce (npr. izbor programske opreme), o najpomembnejših organizacijskih 
elementih obdelave pa mora odločiti sam. V kolikor obdelovalec sam določi sredstva, mora o 
njih obveščati upravljavca. Glede na to bi določanje namena obdelave vsekakor pomenilo 
status upravljavca, določanje sredstev pa bi status upravljavca pomenilo zgolj v primeru, da bi 
subjekt določil ključne elemente sredstev.17 
 
Skladno s 74. uvodno izjavo je prav upravljavec tisti, ki mora izvajati ustrezne in učinkovite 
ukrepe, kot sledijo iz GDPR, ter biti zmožen dokazati skladnost dejavnosti obdelave z GDPR, 
vključno z učinkovitostjo implementiranih ukrepov. Poleg tega lahko posamezniki 
uveljavljajo pravice, podeljene z GDPR, ravno naproti upravljavcem. Ti so tudi odgovorni za 
škodo, ki jo povzroči kršitev pravil GDPR18. Iz tega izhaja, da je upravljavec pri obdelavi 
najpomembnejši subjekt, ki nosi večino odgovornosti, zato je v praksi zelo pomembno, kako 
se subjekti identificirajo.  
 
4.2.2.  Obdelovalec osebnih podatkov 
 
Če je Direktiva 95/46/ES ustvarjala obveznosti zgolj za upravljavce, pa GDPR podrobneje 
opredeli in regulira tudi položaj obdelovalcev osebnih podatkov (v nadaljevanju: obdelovalec) 
                                                             
16
 Prav tam, str. 9-11. 
17
 Prav tam, str. 13. 
18 Drugi odstavek 82. člena GDPR. 
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ter določi njihove obveznosti, s čimer postanejo tudi obdelovalci odgovorni za kršitev varnosti 
osebnih podatkov, na podlagi katerih jih lahko doletijo varnostni ukrepi, upravne globe in 
zahtevki za odškodnino. 
 
V 4. členu GDPR je pojem »obdelovalec« opredeljen kot subjekt, ki obdeluje osebne podatke 
v imenu upravljavca. Delovati v imenu upravljavca pomeni, da obdelovalec zastopa interese 
upravljavca in upošteva njegova navodila v zvezi z nameni in sredstvi obdelave. Obdelovalec, 





Podrobneje ureja položaj obdelovalca 28. člen GDPR v povezavi z 81. uvodno izjavo. 
Določeno je, da mora obdelavo s strani obdelovalca urejati pogodba. Osnovne sestavine 
pogodbe določa tretji odstavek 28. člena20, poleg osnovnih sestavin pa mora pogodba 
vsebovati tudi natančna navodila upravljavca, načine nudenja pomoči obdelovalca 
upravljavcu pri izpolnjevanju njegovih obveznosti in določbe o morebitnih nadaljnjih 
obdelovalcih. Upravljavec in obdelovalec se lahko odločita za uporabo individualne pogodbe 
ali standardnih pogodbenih določil, katera lahko sprejme neposredno Komisija ali pa jih 





Upravljavec mora imeti stalen nadzor na subjekti, ki upravljajo osebne podatke iz njegovih 
zbirk. Kakršno koli veriženje obdelav lahko pomeni izgubo nadzora, kar potencialno vodi v 
kršitve varnosti osebnih podatkov. GDPR zato določa, da lahko zgolj upravljavec odloča, s 
katerimi obdelovalci in morebitnimi nadaljnjimi obdelovalci bo sodeloval. Njegova obveznost 
je, da preveri obdelovalce in obdelavo zaupa zgolj tistim, ki dokazujejo strokovno znanje in 
zanesljivost ter imajo vire za izvajanje ukrepov, ki bodo skladni z GDPR. Upravljavec mora 
za zaposlitve nadaljnjih obdelovalcev izdati predhodno posebno ali splošno pisno 
                                                             
19 
Delovna skupina iz člena 29, Mnenje 1/2010 o pojmih »upravljavec« in »obdelovalec« (2010), str. 23. 
20
 Vsebovati mora določbe o obveznostih obdelovalca do upravljavca, vsebino in trajanje obdelave, naravo in 
namene obdelave, vrsto osebnih podatkov in kategorije posameznikov, na katere se nanašajo osebni podatki, ob 
upoštevanju posebnih nalog in odgovornosti obdelovalca v okviru obdelave, ki jo izvaja, in tveganje za pravice 
in svoboščine posameznika. 





 Splošno soglasje se izda obdelovalcu, ki mu upravljavec zaupa, da bodo z njim 




Ker se obdelovalec skladno z GDPR obravnava kot »podaljšana roka« upravljavca in spada v 
njegovo organizacijsko sfero, za prenos osebnih podatkov med njima ni potrebna nobena 
zakonita podlaga. Dejanja obdelovalca v zvezi s pogodbeno obdelavo se tako praviloma 
pripisujejo upravljavcu, kateri je odgovoren za zaščito pravic posameznika.24 Obdelovalec pa 
mora skladno z (e) točko tretjega odstavka 28. člena GDPR pomagati upravljavcu z 
ustreznimi tehničnimi in organizacijskimi ukrepi pri izpolnjevanju njegovih obveznosti in 
uresničevanju pravic posameznika, na katerega se nanašajo osebni podatki.  
 
4.2.3.  Skupni upravljavci  
 
GDPR kot nov institut uvede skupne upravljavce, za katere v 26. členu določa, da skupaj 
določajo namene in načine obdelave. Skupni upravljavci v ustrezni pogodbi določijo dolžnosti 
vsakega od njih, s čimer si porazdelijo obveznosti, ki jih vpeljuje GDPR. To je še zlasti v 
pomembno v zvezi z uresničevanjem pravic posameznika, na katerega se nanašajo osebni 
podatki. Dogovoriti se morajo, kdo bo posameznikom zagotavljal informacije, opredeljene v 
13. in 14. členu GDPR. Drugi odstavek 26. člena določa, da se mora vsebina dogovora dati na 
voljo posamezniku, pri čemer se lahko eden od skupnih upravljavcev določi kot kontaktna 
točka. 
 
Čeprav so odgovornosti vsakega od upravljavcev v dejanskem primeru odvisne od interne 
porazdelitve v pogodbah, pa lahko posameznik ne glede na dogovor skupnih upravljavcev 
uresničuje svoje pravice iz GDPR proti vsakemu od skupnih upravljavcev, kot izhaja iz 26. 
člena GDPR, ki vzpostavlja solidarno odgovornost.  
 
4.2.4. Tuji upravljavci in obdelovalci   
 
Upravljavci in obdelovalci, ki so ustanovljeni v Evropski uniji 
 
                                                             
22
 Drugi odstavek 28. člena GDPR. 
23
 Informacijski pooblaščenec, Smernice o (pogodbeni) obdelavi osebnih podatkov (2018), str. 14. 
24 Kryštufek, Prenosi podatkov v luči Splošne uredbe o varstvu osebnih podatkov (2. del) (2018), str. 12. 
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V 3. členu GDPR določa, da se njene določbe uporabljajo za obdelavo osebnih podatkov v 
okviru dejavnosti upravljavca ali obdelovalca, ki je ustanovljen v Evropski uniji, ne glede na 
to, ali obdelava poteka v Evropski uniji ali ne.  
 
Ustanovitev upravljavca oziroma obdelovalca je skladno z 22. uvodno izjavo tam, kjer se 
dejavnosti organizacije izvajajo dejansko in učinkovito prek ustaljenih ureditev, pri čemer 
njihova pravna oblika, kot je npr. izpostava ali podružnica, ni odločujoča. To se smiselno 
povezuje s pojmom »sedeža« upravljavcev ali obdelovalcev, ki se je kot pojem razvil skozi 
sodno prakso Sodišča Evropske unije, nazadnje pa je bil obravnavan leta 2015 v zadevi 
Weltimmo s.r.o. proti NAIH.
25
 Sodba je potrdila, da je pojem sedeža širok in fleksibilen in se 
ne sme omejevati le z eno pravno obliko. Organizacija ima sedež tam, kjer svojo dejavnost 
dejansko in učinkovito opravlja, četudi bi bila to minimalna dejavnost. Upravljavci oziroma 
obdelovalci, ki imajo ustanovljene pisarne, podružnice ali poslovne enote v Evropski uniji, 
preko katerih nudijo storitve ali izdelke posameznikom v Evropski uniji, so tako zavezani 
spoštovati in izpolnjevati obveznosti po GDPR.  
 
Upravljavci in obdelovalci, ki niso ustanovljeni v Evropski uniji 
 
Četudi bi organizacije uspele dokazati, da niso ustanovljene v Evropski uniji, pa GDPR v 
drugem odstavku 3. člena razširja svoj ozemeljsko veljavnost tudi na te upravljavce in 
obdelovalce, če ti izpolnjujejo zakonske predpostavke.  
 
Pod zavezance tako spadajo upravljavci oziroma obdelovalci, katerih dejavnost je povezana z 
nudenjem blaga ali storitev posameznikom v Evropski uniji, ne glede na to, ali je potrebno 
plačilo posameznika, na katerega se nanašajo osebni podatki.26 Pri tem 23. uvodna izjava 
določa, da sama dostopnost spletne strani ali elektronskega naslova upravljavca ali 
obdelovalca ne zadošča za ugotovitev upravljavčevih namenov. Dejavniki, kot so uporaba 
jezika ali valute, ki se na splošno uporablja v eni ali več državah članicah Evropske unije, pri 
čemer je mogoče blago ali storitev v tem jeziku naročiti, ali navedbe evropskih strank, pa so 
jasni pokazatelji namere upravljavca ali obdelovalca evropskim državljanom nuditi svoje 
produkte.  
 
                                                             
25
 Sodišče Evropske unije, C-230/14, z dne 01.10.2015. 
26 (a) točka drugega odstavka 3. člena GDPR. 
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Prav tako postanejo skladno z (b) točko drugega odstavka 3. člena GDPR zavezanci 
upravljavci in obdelovalci, v kolikor izvajajo spremljanje vedenja posameznikov iz Evropske 
unije, če to poteka v eni izmed držav članic. Glede na 24. uvodno izjavo za spremljanje 
vedenja šteje sledenje posameznikom na internetu, pri čemer se na podlagi osebnih podatkov 
posameznike profilira, običajno za namene predvidevanja posameznikovega okusa in vedenja. 
 
Subjekti, ki izpolnjujejo pogoje iz drugega odstavka 3. člena, morajo skladno s 27. členom 
GDPR pisno določiti predstavnika upravljavcev ali obdelovalcev v Uniji, pri čemer ta 
obveznost ne velja v primeru občasnih obdelav, ki ne vključujejo posebnih vrst podatkov ter v 




5. NAČELA VARSTVA OSEBNIH PODATKOV 
 
5.1.1. Načelo zakonitosti, pravičnosti in preglednosti  
 
Obdelava osebnih podatkov mora biti zakonita, poštena in pregledna ter v zvezi s 
posameznikom, na katerega se osebni podatki nanašajo.28 Veljavne pravne podlage, na katerih 
lahko upravljavci ali obdelovalci izvajajo zakonito obdelavo, določa 6. člen GDPR in sicer so 
naštete privolitev posameznika, sklenitev in izvajanje pogodbe, izpolnitev zakonske 
obveznosti, zaščita življenjskih interesov, javni interes ter zakoniti interes, za katerega si 
prizadeva upravljavec ali tretja oseba. Čeprav je ureditev v večini skladna z Direktivo 
95/46/ES, pa GDPR strožje ureja področje pravnih podlag privolitve ter zakonitih interesov 
upravljavca, kot bo podrobneje obrazloženo v nadaljevanju. 
 
5.1.1.1. Privolitev posameznika, na katerega se 
nanašajo osebni podatki 
 
Da bi bila privolitev po GDPR veljavna, mora izpolnjevati strožje pogoje, kot so bili določeni 






Posameznik mora podati izjavo ali opraviti jasno pritrdilno dejanje, s katerim izrazi soglasje k 
                                                             
27 Drugi odstavek 28. člena GDPR.  
28
 (a) točka prvega odstavka 5. člena GDPR. 
29
 Molk, vnaprej označena okenca ali nedejavnost posameznika ne pomenijo privolitve. 






 Skladno s 7. členom GDPR mora bit upravljavec tudi zmožen dokazati, da je 
posameznik dejansko privolil v obdelavo. Privolitev ne bo veljala, v kolikor jo bo posameznik 
prisiljen podati zaradi strahu pred negativnimi posledicami.
32
 Zato se skladno s 43. uvodno 
javni organi ne morejo opreti na privolitev posameznika, saj med javnim organom kot 
upravljavcem podatkov in posameznikom obstaja veliko neravnotežje moči. Nadalje izhaja iz 
43. uvodne izjave tudi, da se privolitev ne šteje kot prostovoljna tudi v primeru, če ne 
dovoljuje ločene privolitve za različna dejanja obdelave. To se veže na novi koncept 
razdrobljenosti oziroma granularnosti privolitve, skladno s katerim mora upravljavec za 





Baziranje obdelave na privolitvi posameznika skladno z GDPR za upravljavca prinaša 
določeno stopnjo tveganja in dodatne obveznosti.34 Posameznik mora namreč imeti možnost 
zlahka umakniti svojo privolitev, kar v primeru, da se je upravljavec oprl zgolj na privolitev, 
pomeni ustavitev obdelave. Upravljavec ne more »za nazaj« uporabiti druge pravne podlage, 
kot na primer svojih zakonitih interesov, za utemeljitev obdelovanja osebnih podatkov. Že 
pred samim zbiranjem osebnih podatkov se mora namreč odločiti, na katero pravno podlago 
bo oprl obdelavo, pri čemer mota to tudi razkriti.35 
 
Upravljavci, ki so obdelovali osebne podatke na podlagi privolitve posameznikov že pred 
začetkom učinkovanja GDPR, bodo to lahko nadaljevali na podlagi že pridobljenih privolitev 
le v primeru, da so te privolitve skladne s 4. členom GDPR. V nasprotnem primeru bodo 




5.1.1.2. Zakoniti interesi, za katere si prizadeva 
upravljavec ali tretja oseba 
 
V primerjavi z Direktivo 95/46/ES je GDPR poostrila okoliščine, v katerih se bo obdelava 
štela kot potrebna zaradi zakonitih interesov, za katere si prizadeva upravljavec ali tretja 
oseba. Ne samo, da to ne mogoče, kadar bodo nad interesi upravljavca prevladali interesi ali 
                                                             
31 Enajsta točka 4. člena GDPR. 
32 Delovna skupina iz člena 29, Smernice o privolitvi na podlagi Uredbe 2016/679 (2017), str. 5. 
33 Prav tam, str. 10. 
34
 Posamezniku se mora v takem primeru zagotoviti pravica do izbrisa in pravica do prenosljivosti podatkov. 
35
 Delovna skupina iz člena 29, Smernice o privolitvi na podlagi Uredbe 2016/679 (2017), str. 24. 
36 Prav tam, str. 32. 
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temeljne pravice in svoboščine posameznika (pri čemer bo to veljalo še zlasti, ko bo ta 
posameznik otrok), pač pa se po novem ta pravna podlaga tudi ne bo mogla uporabljati za 




GDPR vpeljuje zelo zahteven »test zakonitega interesa«. Temelje je postavilo Sodišče 
Evropske unije, ki je maja 2017 izdalo sodbo v primeru Rigas, v kateri je razsodilo, da se vsi 
zakoniti interesi ne morejo uporabiti za utemeljitev obdelave osebnih podatkov posameznika, 
četudi je javni organ štel takšno obdelavo za potrebno.38 Če upravljavec razmišlja, da bi se pri 
utemeljitvi zakonite podlage zanašal na zakonite interese, mora glede vsakega vpliva na 
pravice posameznikov narediti oceno učinka na varstvo podatkov, da se bo lahko obdelava 
štela kot skladna z GDPR. Test se mora izvajati kot ex ante obveznost, torej ga mora 
upravljavec opraviti pred začetkom obdelave, pri čemer mora dokazati, da njegova obdelava 
prestane test nujnosti in sorazmernosti.
39
 Pri tem se mora upravljavec vprašati, ali je 
shranjevanje in obdelovanje osebnih podatkov posameznika, ki v to ni privolil, res 
upravičeno.40  
 
Stroka opozarja, da so zakoniti interesi upravljavca ali tretje osebe zelo priljubljena pravna 
podlaga za izvajanje obdelav osebnih podatkov, saj se upravljavci s tem izognejo 
dolgotrajnim postopkom zbiranja privolitev posameznikov (v kolikor ne pride v poštev 
zakonita podlaga ali pogodba), ki prinaša visoko tveganje. Izvajalec testa zakonitega interesa 
je sam upravljavec, kar pomeni, da bo lahko vedno odločil sebi v prid (pri čemer bo seveda 
moral test in odločanje dokumentirati), kar bi potencialno lahko vodilo do zlorab. Nekateri v 
tem vidijo dvojno naravo GDPR, saj so pri privolitvi za obdelovanje osebnih podatkov 
upravljavci popolnoma odvisni od posameznikov, pri obdelovanju na podlagi zakonitega 




5.1.2. Načelo omejitve namena 
 
                                                             
37 (f) točka prvega odstavka 6. člena GDPR. 
38 Sodba Sodišča Evropske unije, C-13/16, z dne 04.05.2017. 
39 Inšo hiša, Kdaj se lahko zanesemo na zakoniti interes? – nadaljevanje, URL: https://www.dataprotection-
officer.com/index.php?route=blog/article&blog_post=212&create_pdf=true. 
40
 Brkan, Varstvo osebnih podatkov v spletnem okolju (2014), str. 68. 
41 




Skladno z (b) točko prvega odstavka 5. člena GDPR lahko upravljavci zbirajo podatke zgolj 
za določene, izrecne in zakonite namene, pri čemer se podatki ne smejo nadalje obdelovati na 
način, ki ni združljiv s temi nameni. Da se mora namen obdelave osebnih podatkov omejiti, 
izvira tudi iz drugega odstavka 8. člena Listine Evropske unije o temeljnih pravicah.42  
 
V primeru, da upravljavec izvaja obdelavo podatkov za drug, nadaljnji namen, ki ni enak 
tistemu, katerega je predstavil posamezniku, mora oceniti, ali je obdelava za drug namen 
združljiva z namenom, za katerega so bili osebni podatki prvotno zbrani, saj je le v tem 
primeru dovoljena in upravljavec ne rabi zagotoviti ločene pravne podlage.43 Pri tem mora 
upoštevati (a) kakršno koli povezavo med različnimi nameni (b) okoliščine zbiranja osebnih 
podatkov, npr. če so bili posamezniki, na katere se nanašajo osebni podatki, v določenem 
razmerju; (c) naravo zbranih osebnih podatkov, zlasti, če se obdelujejo posebne vrste osebnih 
podatkov iz 9. člena GDPR ali pa osebni podatki iz 10. člena GDPR; (d) posledice, ki bi jih 





Kljub temu, da je Delovna skupina iz člena 29 načelo omejitve namena označila kot institut, 
ki bo povečal zaupanje posameznikov, ter bo pozitivno vplival na konkurenco med 
upravljavci in obdelovalci, pa je v stroki sporno, kakšna je vloga predmetnega načela v t.i. 
»big data« tehnološki dobi. Omenjeno načelo se naj ne bi skladalo s samim konceptom »big 
data«, saj se pri tovrstnih obdelavah pogosto uporablja naključne metode in vzorce uporabe, 
kateri niso bili načrtovani vnaprej. Da bi upravljavci, ki upravljajo z velikimi podatkovnimi 
bazami, ostali skladni z GDPR, bodo morali skrbno spremljati svoje obdelave in o vsaki 
spremembi obveščati posameznike, kar pa bo drago, težko in včasih tudi nemogoče.45  
 
5.1.3. Načelo najmanjšega obsega podatkov 
 
Skladno z načelom najmanjšega obsega podatkov morajo biti ti ustrezni, relevantni in omejeni 
na to, kar je potrebno za namene, za katere se obdelujejo.
46
 Čeprav je bilo to načelo vpeljano 
že z Direktivo 95/46/ES, je v GDPR uveljavljen spremenjen koncept. Če je bilo prej 
                                                             
42 Listina Evropske unije o temeljnih pravicah, Uradni list EU, C 326/391. 
43
 50. uvodna izjava GDPR. 
44
 Četrti odstavek 6. člena GDPR. 
45 Zarsky, Incompatible: The GDPR in the Age of Big Data (2017), str. 1006. 
46 (c) točka prvega odstavka 5. člena GDPR. 
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določeno, da obseg podatkov ne sme biti ekscesen glede na namen obdelave, pa GDPR sedaj 
določa, da so upravljavci omejeni pri zbiranju in obdelovanju osebnih podatkov na nujno 
potrebno količino.47 Načelo se nanaša na sam obseg in kategorije zbranih osebnih podatkov,  
poleg tega pa tudi na omejen čas hrambe ter zahtevo po izbrisu osebnih podatkov. To je 
dodatno določeno tudi v načelu omejitve shranjevanja osebnih podatkov, skladno s katerim 
morajo biti osebni podatki hranjeni v obliki, ki dopušča identifikacijo posameznikov le toliko 
časa, kolikor je potrebno za namene, za katere se osebni podatki obdelujejo.48 
 
5.1.4. Načelo odgovornosti 
 
V drugem odstavku 5. člena GDPR je na novo določeno načelo odgovornosti, skladno s 
katerim je upravljavec odgovoren za skladnost z načeli iz prvega odstavka 5. člena, pri čemer 
mora biti to skladnost tudi zmožen dokazati.  
 
Upravljanje s podatki tako ne pomeni več zgolj pravilno postopanje pri obdelovanju, pač pa 
morajo biti upravljavci in obdelovalci sposobni zakonito in pošteno obdelavo tudi dokazati 
pred nadzornimi organi, posamezniki, potencialnimi delničarji in ne nazadnje mediji tudi leta 
po obdelavah osebnih podatkov. Poudarek na odgovornosti pri upravljanju z osebnimi podatki 
za upravljavce in obdelovalce pomeni, da bodo morali v izogib visokim kaznim zagotovit i 
skladnost zbiranja podatkov z navedenimi načeli ter to biti sposobni tudi dokazati.49 Načelo 
odgovornosti se v praktični obliki kaže v številnih obveznostih upravljavcev, kot so vodenje 
evidenc dejavnosti obdelav, izdelava ocene učinkov, imenovanje pooblaščene osebe za 
varstvo podatkov ter institut uradnega obvestila nadzornemu organu. 
 
6. PRAVICE POSAMEZNIKA, NA KATEREGA SE NANAŠAJO OSEBNI 
PODATKI  
 
Dr. Janez Čebulj je v svoji monografiji zapisal, da ima uporaba vse bolj napredne tehnologije 
tako kot rimski bog Janus dva obraza - po eni strani je sila, ki vleče naprej družbeni razvoj, po 
drugi strani pa pomeni za posameznika največjo grožnjo.50 Postavlja se vprašanje, ali je 
                                                             
47
 Zarsky, Incompatible: The GDPR in the Age of Big Data (2017), str. 1010. 
48 (e) točka prvega odstavka 5. člena GDPR. 
49
 DLA Piper, EU general data protection regulation – key changes, URL: 
 https:// www.dlapiper.com/en/uk/focus/eu-data-protection-regulation/key-changes/. 
50 Čebulj, Varstvo informacijske zasebnosti v Evropi in Sloveniji (1992), str. 3. 
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posameznikovo pravico do zasebnosti in pravico do varstva osebnih podatkov na spletu sploh 
še mogoče ustrezno varovati, ali pa posameznik plačuje visoko ceno za to, da je nepretrgoma 
elektronsko povezan.
51
 Z določbami GDPR se je poskušal položaj posameznika še bolj 
zavarovati, kot bo predstavljeno v nadaljevanju.  
 
 
6.1.1. Pravica dostopa  
 
Pravica posameznika do dostopa do informacij v zvezi z obdelavo je manifestacija načela 
preglednosti. Ključne informacije, ki jih mora upravljavec dati na voljo posamezniku, 
določata 13. in 14. člen GDPR52, 15. člen pa našteva nekatere dodatne informacije, ki jih 
mora zagotoviti upravljavec, kot so informacija o pravici posameznika do vložitve pritožbe 
pri nadzornem organu, podatek o obdobju hrambe osebnih podatkov ter informacije o 
mednarodnem prenosu podatkov. Predmetne informacije morajo biti posamezniku 
posredovane v razumnem roku, a najkasneje v enem mesecu (razen v posebnih okoliščinah), 
kot je določeno v tretjem odstavku 14. člena GDPR. 
 
Kot izhaja iz 15. člena GDPR, so upravljavci tisti subjekti, ki imajo obveznost posamezniku 
zagotoviti vse informacije, povezane z obdelavo. Skladno z načelom preglednosti morajo biti 
ti podani v pregledni, razumljivi in lahko dostopni obliki ter v jasnem in preprostem jeziku, 
kar velja zlasti za vse informacije, namenjene otroku, kot izhaja iz 58. uvodne izjave. To je 
zelo pomembno tudi kadar zaradi velikega števila akterjev in tehnološke kompleksnosti 
posameznik težje razume, ali se zbirajo osebni podatki, povezani z njim, kdo jih zbira in v 
kakšen namen, kot je to v primeru spletnega oglaševanja. 
 
Splošno načelo preglednosti se v praktičnem vidiku pokaže na treh ravneh. Upravljavci imajo 
obveznost posameznikom zagotoviti informacije v zvezi s pošteno obdelavo, z njimi 
komunicirati na določen način ter jim zagotavljati pravice.53 Pregleden način se mora 
uporabljati tako pred oziroma na začetku obdelave (torej, ko se podatki od posameznika 
pridobivajo), med celotnim trajanjem obdelave (pri sami komunikaciji s posamezniki), kot 
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 Brkan, Varstvo osebnih podatkov v spletnem okolju, (2014), str. 68. 
52
 Upravljavec mora zagotoviti svoje kontaktne podatke, kontaktne podatke pooblaščene osebe za varstvo 
podatkov, pojasnilo o namenu obdelave podatkov in zakonitem interesu za obdelavo, informacije o uporabnikih 
obdelanih podatkov ter obvestilo o obstoju pravic posameznikov. Kadar namerava upravljavec nadalje 
obdelovati osebne podatke za dodatni namen, mora posamezniku zagotoviti informacije o nadaljnjem namenu. 
53 Delovna skupina iz člena 29, Smernice o preglednosti na podlagi Uredbe 2016/679 (2017), str. 4. 
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tudi na posebnih točkah med izvajanjem obdelave, na primer kadar se pojavijo kršitve varstva 




Iz 63. uvodne izjave izhaja, da predmetna pravica ne sme negativno vplivati na upravljavce v 
smislu razkritja njihovih poslovnih skrivnosti ali avtorskih pravic programske opreme, vendar 
pa upravljavci tega ne smejo uporabiti kot izgovor za zavrnitev dostopa posamezniku. 
6.1.2. Pravica do popravka ter omejitve obdelave 
 
Povezana z načelom točnosti iz (d) točke 1. odstavka 5. člena GDPR je pravica do popravka, 
ki je urejena v 16. členu GDPR. Posameznik ima pravico zahtevati, da upravljavec brez 
odlašanja popravi netočne osebne podatke, prav tako pa ima ob upoštevanju namenov 
obdelave tudi pravico do dopolnitve nepopolnih osebnih podatkov, pri čemer lahko poda 
dopolnilno izjavo. Pravica do popravka se lahko uporablja tako za »vhodne« osebne podatke 
(ki se pridobijo preko zbiranja podatkov od posameznika), kot tudi za »izhodne« osebne 




Posameznik ima skladno z 18. členom GDPR tudi pravico doseči, da upravljavec omeji 
obdelavo, kadar pride do netočnosti podatkov, kadar je obdelava nezakonita oziroma, če 
posameznik vloži ugovor. V 67. uvodni izjavi so določene možne metode za omejitev, kot so 
prenos izbranih podatkov v drug obdelovalni sistem, prekinjena dostopnost izbranih osebnih 
podatkov uporabnikom ali začasna odstranitev podatkov s spletne strani. Pri avtomatiziranih 
zbirkah mora upravljavec omejitev obdelave zagotoviti s tehničnimi sredstvi na način, da se 
osebni podatki nadalje več ne obdelujejo in jih ni mogoče spremeniti.  
 
6.1.3. Pravica do izbrisa (»pravica do pozabe«) 
 
Pravico do pozabe je prvič priznalo Sodišče Evropske unije, ki je v primeru Google Spain 
proti Agencia Española de Protección de Datos (AEPD) in Mariu Costeji Gonzálezu (v 
nadaljevanju Google Spain primer) odločilo, da ima posameznik pravico zahtevati izbris 
iskalnih zadetkov ob iskanju po posameznikovem imenu, zaradi česar je družbi Google 
naložilo, da odstrani podatke o neplačanem dolgu, za obdelavo katere informacije ni imela 
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 Prav tam, str. 6. 
55 Delovna skupina iz člena 29, Smernice o avtomatiziranem sprejemanju posameznih odločitev in oblikovanju 





 Na podlagi primera je bilo v preteklih letih podanih že preko 680,000 
zahtev za izbris posameznikov, kar je vodilo k 1,8 milijonov izbrisanim zadetkom rezultatov 
iskanja, kljub temu pa so bili posamezniki pri tem omejeni, saj so lahko na podlagi sodbe od 
spletnih brskalnikov zahtevali zgolj, da se izbrišejo rezultati iskanje, ne pa tudi izbris dejanske 




GDPR je pravico do pozabe izrecno uzakonila in določila, da ima posameznik pravico doseči, 
da upravljavec brez nepotrebnega odlašanja izbriše osebne podatke v zvezi z njim, kadar velja 
eden od razlogov, naštetih v 17. členu GDPR. Med drugim je razlog lahko to, da osebni 
podatki niso več potrebni v namene, za katere so bili zbrani, da je posameznik preklical svojo 
privolitev (in ne obstaja druga ravna podlaga za obdelavo), da je posameznik obdelavi 
ugovarjal (pri čemer ne obstajajo nobeni prevladujoči zakoniti razlogi upravljavca ali tretje 
osebe), da so bili osebni podatki s obdelani nezakonito, da je bilo potrebno osebne podatke 
izbrisati za izpolnitev pravne obveznosti ali da so bili osebni podatki zbrani v zvezi s ponudbo 
storitev informacijske družbe.58 
 
V 65. uvodni izjavi je poudarjeno, da je ta pravica zlasti pomembna za posameznika, ki je 
podal svojo privolitev kot otrok, zaradi česar se ni zavedal tveganj, povezanih z obdelavo, 
posledično pa želi sporne osebne podatke odstraniti, zlasti z interneta, čeprav mora seveda 
imeti možnost zahtevati izbris tudi odrasel posameznik. 
1 
Iz Google Spain primera je izhajalo, da bodo osebni podatki izbrisan iz spletnega brskalnika 
ob vpisu podatkov posameznika, kar pa še ni pomenilo, da bo podatek izbrisan iz spletnih 
strani upravljavcev, ki uporabljajo podatke na povsem zakoniti podlagi. GDPR je poskušala to 
stanje do neke mere urediti v drugem odstavku 17. člena, v katerem je določeno, da mora 
upravljavec, ki je obvezan izbrisati določene podatke, sprejeti tudi razumne (tehnične) ukrepe, 
da bi morebitne nadaljnje obdelovalce predmetnih osebnih podatkov obvestil, da posameznik 
zahteva izbris morebitnih povezav do teh osebnih podatkov (in kopij, če obstajajo).  
 
Iz 66. uvodne izjave izhaja, da je pravica postavljena v spletno okolje, pri čemer pa 
strokovnjaki poudarjajo, da je popoln izbris podatkov iz interneta zelo težko doseči, ker je 
                                                             
56 Sodišče Evropske unije, C-131/12, z dne 13.05.2014.  
57
 Brimblecombe, Phillipson, Regaining Digital Privacy: The New Right to Be Forgotten and Online Expression 
(2018), str. 3-4. 
58 1. odstavek 17. člena GDPR. 
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pogosta praksa, da se podatki prenašajo, kopirajo in po potrebi ponovno nalagajo na različne 
spletne strani.
59
  Ko upravljavec prejme zahtevo za izbris določenih osebnih podatkov, morajo 
biti ti umaknjeni iz vseh strani, na katerih so objavljeni, prav tako pa tudi iz kakršnih ko li 
arhivov in varnostnih kopij. Upravljavci morajo torej implementirati tehnične rešitve, ki jim 
bodo omogočale slediti osebnim podatkom in jih efektivno izbrisati. Čeprav slediti osebnim 
podatkom ni težka naloga, saj imajo upravljavci shranjene povezave do varnostnih kopij, je na 
njih tudi dokazno breme, da so zares izbrisali vse podatke, kar pa zna biti iz tehničnega vidika 
precej zahtevno. Če se vzame v zakup, da so podatke shranile tudi tretje strani, se zdi naloga 
skoraj nemogoča.60 GDPR prikladno glede predmetne obveznosti v 19. členu določi, da 
upravljavcu ni potrebno sporočiti popravkov, izbrisov ali omejitev obdelav, v kolikor se to  
izkaže za nemogoče ali vključuje nesorazmeren napor.   
 
Tretji odstavek 17. člena GDPR v povezavi s 65. uvodno izjavo jasno določi, da pravica do 
pozabe ni absolutna. Posameznik ne more zahtevati izbrisa osebnih podatkov, kadar je to 
potrebno za uresničevanje pravice do svobode izražanja in obveščanja, izpolnjevanje pravnih 
obveznosti, izvajanje nalog v javnem interesu ali pri izvajanju javne oblasti, dodeljene 
upravljavcu, iz razlogov javnega interesa na področju javnega zdravja, za namene arhiviranja 
v javnem interesu, znanstveno- ali zgodovinsko-raziskovalne ali statistične namene oziroma 
za uveljavljanje, izvajanje ali obrambo pravnih zahtevkov.  
 
6.1.4. Pravica do prenosljivosti podatkov 
 
GDPR je v 20. členu v povezavi z 68. uvodno izjavo popolnoma na novo uredila pravico do 
prenosljivosti podatkov. Skladno s tem členom ima posameznik, kadar obdelava temelji na 
privolitvi ali na pogodbi in se izvaja z avtomatizirani sredstvi, pravico, da prejme osebne 
podatke v zvezi z njim, ki jih je posredoval upravljavcu, v strukturirani, splošno uporabljeni in 
strojno berljivi obliki, z namenom, da te podatke posreduje drugemu upravljavcu, ne da bi ga 
prvi upravljavec pri tem oviral.  
 
Skladno s smernicami Delovne skupine iz člena 29 je cilj določbe posameznikom omogočiti 
enostaven premik, kopiranje ali prenos svojih osebnih podatkov od enega do drugega 
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 Warman, Vint Cerf Attacks European Internet Policy, URL: 
http://www.telegraph.co.uk/technology/news/9173449/Vint-Cerf-attacks-European-internet-policy.html. 
60 Politou, Backups and the right to be forgotten in the GDPR: An uneasy relationship (2018), str. 3. 
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upravljavca ali obdelovalca osebnih podatkov. S tem se vzpostavlja večje ravnovesje med 
posamezniki in upravljavci, posamezniki pa dobijo večji nadzor nad svojimi podatki.61 
 
V primeru, da določena obdelava osebnih podatkov zadeva več kot enega posameznika, 
pravica do prenosljivosti ne sme posegati v pravice in svoboščine drugih posameznikov. 
Primer so seznami telefonskih pogovorov, ki vsebujejo podatke drugih oseb. Tudi v takem 
primeru je potrebno posamezniku, ki je podal zahtevo, omogočiti, da se mu prenos podatkov 
zagotovi. Če se takšni seznami nato posredujejo novemu upravljavcu podatkov, jih novi 




Vprašanje, ki se postavlja ob analizi določbe, je, specifično kateri osebni podatki so 
prenosljivi. Določba omeji svoj domet na osebne podatke, kateri se zbirajo na podlagi 
privolitve ali pogodbe s posameznikom. To pomeni, da posamezniki nimajo pravice do 
prenosa, v kolikor upravljavci obdelujejo podatke na primer na podlagi svojih zakonitih 
interesov.
63
 Nadalje določba omeji področje uporabe na podatke, ki jih posreduje posameznik. 
Ali to pomeni, da so izključeni podatki, ki jih je na podlagi osebnih podatkov indirektno 
izpeljal upravljavec oziroma osebni podatki, ki jih je pridobil na podlagi izvornih osebnih 
podatkov nadaljnji, tretji upravljavec? Delovna skupina iz člena 29 je v mnenju glede tega 
postavila precej kontroverzno stališče in po mnenju Evropske komisije interpretirala določbo 
precej široko.64 Glede na njihove smernice so namreč lahko podatki, ki jih posreduje 
posameznik, na katerega se nanašajo osebni podatki tisti, ki jih dejavno in zavestno posreduje 
posameznik (na primer e-poštni naslov, uporabniško ime, starost itd.) in tudi na podlagi teh 
podatkov ugotovljeni podatki z uporabo določenih tehničnih storitev. Nasprotno pa se povzeti 
in izpeljani podatki, ki jih ustvari upravljavec na podlagi posredovanih podatkov, ki jih 
posreduje posameznik, ne štejejo za podatke, ki bi spadali v domet predmetne pravice(kot so 
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 Prav tam, str. 11. 
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 Uršič, Unfolding the New-Born Right to Data Portability: Four Gateways to Data Subject Control (2018), str. 
57. 
64 Mednarodno združenje strokovnjakov za zasebnost, European commission experts uneasy over WP29 data 
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65 Delovna skupina iz člena 29, Smernice o pravici do prenosljivosti podatkov (2016), str. 11. 
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6.1.5. Pravica do ugovora 
 
GDPR v 21. členu potrdi in izpopolni pravico posameznika do ugovora, ki je bila sicer 
določena že v Direktivi 95/46/ES. Skladno z drugim odstavkom 21. člena ima posameznik, 
kadar se osebni podatki obdelujejo za namene neposrednega trženja, absolutno pravico kadar 
koli brezplačno ugovarjati taki obdelavi osebnih podatkov, bodisi prvotni ali nadaljnji, 
vključno z oblikovanjem profila. Upravljavec mora posameznika na to pravico tudi izrecno 
opozoriti.  
 
V skladu s prvim odstavkom 21. člena lahko posameznik ugovarja tudi, če je obdelava 
namenjena izvajanju nalog v javnem interesu ali pri izvajanju javne oblasti, ki je bila 
dodeljena upravljavcu, ali zaradi zakonitih interesov upravljavca ali tretje osebe, pri čemer pa 
njegova pravica ni absolutna, pač pa se lahko upravljavec ugovoru posameznika upre, če 
dokaže, da nujni legitimni razlogi prevladajo nad posameznikovimi interesi ali temeljnimi 
pravicami in svoboščinami. GDPR ne določa, kaj se šteje za nujne legitimne razloge, 
obdelovanje podatkov pa bi bilo lahko na primer nujno, če bi bilo koristno za družbo kot 
celoto.
66
 Upravljavec mora tako tehtati med nasprotujočimi si interesi upravljavca in podlago 
za ugovor posameznika. Za razliko od ureditve te pravice v Direktivi 95/46/ES, nosi breme 
dokazovanja nujnih legitimnih razlogov upravljavec, in ne posameznik. Test tehtanja iz 21. 
člena se tako razlikuje od tistega, ki izhaja iz (f) točke 1. odstavka 6. člena. Zahteva se 
namreč, da je legitimni interes nujen, kar pomeni višji prag za prevladujoče ugovore.67   
 
6.1.6. Pravica posameznika, da zanj ne velja odločitev, ki temelji 
zgolj na avtomatizirani obdelavi, vključno z oblikovanjem 
profilov 
 
GDPR v 22. členu določa, da ima posameznik pravico, da zanj ne velja odločitev, ki temelji 
zgolj na avtomatizirani obdelavi, vključno s profiliranjem, ki ustvarja pravne učinke v zvezi z 
njim ali nanj vpliva na podoben način. Pri tem te pravice posamezniku ni potrebno aktivno 
uveljavljati, saj 22. člen vzpostavlja splošno prepoved sprejemanja odločitev, ki temeljijo 
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zgolj na avtomatizirani obdelavi. To je prepovedano ne glede na to, ali posameznik v zvezi s 




Pojma »avtomatizirana obdelava« ter »oblikovanje profilov«  
 
Kaj točno pomeni pojem »oblikovanje profilov«, GDPR razjasni v četrti točki 4. člena, kjer 
pojem opredeli kot »vsako obliko avtomatizirane obdelave osebnih podatkov, ki vključuje 
uporabo osebnih podatkov za ocenjevanje nekaterih osebnih vidikov v zvezi s posameznikom, 
zlasti za analizo ali predvidevanje uspešnosti pri delu, ekonomskega položaja, zdravja, 
osebnega okusa, interesov, zanesljivosti, vedenja, lokacije ali gibanja tega posameznika«.  
 
Povezavo med pojmoma avtomatizirana obdelava in profiliranje nadalje pojasni Delovna 
skupina iz člena 29 profiliranje označi kot ocenjevanje značilnosti ali vedenja posameznika na 
podlagi zbiranja njegovih osebnih podatkov, z namenom, da bi ga uvrstili v določeno 
kategorijo, da bi se lahko napovedalo npr. njihovo zmožnost opravljanja naloge.69 
Avtomatizirano sprejemanje odločitev pa je v smernicah definirano kot zmožnost sprejemanja 
odločitev s tehnološkimi sredstvi, brez, da bi posredoval človek. Avtomatizirane odločitve so 
lahko sprejete preko oblikovanja profilov ali brez, prav tako pa lahko oblikovanje profilov 
poteka brez avtomatiziranih odločitev. 70 
 
Pravice zavrniti odločitev, sprejete na podlagi avtomatizirane obdelave, vključno z 
oblikovanjem profilov posameznik nima, če je ta odločitev nujna za sklenitev ali izvajanje 
pogodbe med posameznikom in upravljavcem, če je dovoljena v pravu Unije ali pravu države 
članice, ki velja za upravljavca in določa tudi ustrezne ukrepe za zaščito pravic in svoboščin 
ter zakonitih interesov posameznika, ali če je utemeljena z izrecno privolitvijo posameznika, 
na katerega se nanašajo osebni podatki.71 V 71. uvodni izjavi je specificirano, da predmetne 
avtomatizirane odločitve lahko zajemajo ukrepe o ocenjevanju osebnih vidikov v zvezi s 
posamezniki, ki temeljijo zgolj na avtomatiziranih obdelavah in imajo pravne učinke v zvezi z 
njim ali podobno znatno vpliva nanj.  
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 Delovna skupina iz člena 29, Smernice o avtomatiziranem sprejemanju posameznih odločitev in oblikovanju 
profilov za namene Uredbe 2016/679 (2017), str. 20. 
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 Prav tam, str. 7. 
70
 Prav tam, str. 8. 
71 Drugi odstavek 22. člena GDPR. 
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GDPR je v namen zaščite položaja posameznika, ki ga zadeva avtomatizirano odločanje, v 
tretjem odstavku 22. člena določila, da mora upravljavec izvesti dodatne zaščitne ukrepe in 
omejitve. Ti morajo vključevati konkretno seznanitev posameznika, na katerega se nanašajo 
osebni podatki. Posamezniku se mora zagotoviti tudi osebno posredovanje, pravica izraziti 
svoje stališče, pojasnilo o odločitvi, ki je bila sprejeta po takem ocenjevanju, in pravico do 
izpodbijanja odločitve.72  
 
Predmetna ureditev bo najbolj prizadela upravljavce, ki upravljajo z »big data« podatkovnimi 
bazami, saj prakse, ki jih taki upravljavci izvajajo, bazirajo na avtomatiziranem odločanju. Da 
bi take obdelave lahko vseeno izvajali, bodo morali v obdelavo dopustiti posameznikovo 
intervencijo, kar pa bo upočasnilo sam proces obdelovanja.73 
 
7. OBVEZNOSTI UPRAVLJAVCEV IN OBDELOVALCEV 
 
7.1. SPLOŠNE OBVEZNOSTI  
 
7.1.1. Vgrajeno in privzeto varstvo podatkov  
 
Upravljavec ima skladno s 24. členom GDPR pristojnost in odgovornost izvesti ustrezne 
tehnične in organizacijske ukrepe, da zagotovi skladnost z GDPR. Ti ukrepi morajo biti 
prilagojeni naravi, obsegu, okoliščinam in namenom obdelave ter stopnjo tveganja za pravice 
in svoboščine posameznikov. Skladnost obdelave z GDPR mora biti upravljavec sposoben 
tako zagotoviti, kot tudi dokazati. Da bi to lahko dokazal, morajo biti njegova interna ureditev 
in izvedeni ukrepi skladni z načelom vgrajenega in privzetega varstva podatkov, ki ga določa 
25. člen GDPR.74 
 
Koncept vgrajenega varstva podatkov nalaga obveznost upravljavcu, da že v naprej v fazi 
razvoja, oblikovanja oziroma izboru aplikacij, produktov ali storitev upošteva pravico do 
varstva podatkov. To pomeni, da mora upravljavec vnaprej natančno oceniti tveganje in 
poskrbeti za implementacijo primernih tehničnih in organizacijskih postopkov in s tem že v 
naprej zagotoviti obdelavo, skladno z GDPR. Primerni ukrepi bi lahko vključevali 
                                                             
72 Roig, Safeguards for the right not to be subject to a decision based solely on automated processing (Article 22 
GDPR) (2017), str. 2. 
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 Zarsky, Incompatible: The GDPR in the Age of Big Data (2017), str. 1020. 
74 78. uvodna izjava GDPR. 
30 
 
minimizacijo obdelave osebnih podatkov, psevdonimizacijo, preglednost pri nalogah in 





Drugi odstavek 25. člena GDPR pa vpeljuje koncept privzetega varstva podatkov (ang. data 
protection by default), skladno s katerim mora upravljavec zagotoviti, da se privzeto obdelajo 
samo osebni podatki, ki so nujno potrebni. Torej mora upravljavec paziti na količino, obseg in 
obdobje hrambe podatkov. Prav tako pa mora paziti tudi na dostopnost podatkov tretjim 
osebam. Skladno s tem načelom upravljavec ne bo mogel avtomatično razkrivati osebnih 
podatkov tretjim osebam. Primeroma družbeni mediji ne bodo več mogli ponujati nastavitev 





Iz 25. člena izhaja, da bo koncept vgrajenega in privzetega varstva podatkov upravljavec v 
svoje poslovanje lahko uspešno vpeljal le, če bo upošteval vse specifične okoliščine obdelave 
in ocenil tveganje. To kaže na dejstvo, da imajo upravljavci pri vpeljavi teh načel precej 
proste roke in se bo od podjetja do podjetja praksa razlikovala. Čeprav je fleksibilnost nujna, 
če naj bi ideja uspela, pa po drugi strani dokaj abstraktna določba v praksi vzbuja določeno 
mero skrbi, da bo koncept vgrajenega in privzetega varstva podatkov ostal le omiljena ideja, 
ki ne bo prinesla znatnih sprememb.
77
  
                                                              
V praksi upravljavec skladnost obdelav z načeli vgrajenega in privzetega varstva podatkov 
dokazuje preko odobrenega mehanizma potrjevanja, določenega v 42. členu GDPR, torej s 
pridobitvijo ustreznih certifikatov, pečatov in označb za varstvo podatkov.78  
 
7.1.2. Evidenca dejavnosti obdelave  
 
Direktiva 95/46/ES je v 18. členu določala, da mora upravljavec uradno obvestiti nadzorni 
organ pred začetkom izvajanja popolnoma ali delno avtomatskega postopka obdelave. GDPR 
te obveznosti ni prevzela, uvedla pa je novo obveznost za upravljavca ter obdelovalca in sicer 
morata za potrebe dokazovanja skladnosti voditi evidence dejavnosti obdelave osebnih 
                                                             
75 Prav tam. 
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 Levin, Privacy by Design by Regulation: The Case Study of Ontario (2018), str. 126. 
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 Prav tam, str. 152. 
78 Tretji odstavek 25. člena GDPR. 
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podatkov v okviru svoje odgovornosti. Ta evidenca mora vsebovati ključne informacije o 
obdelavi, kot so podatki o upravljavcu oziroma obdelovalcu, namenu obdelave, opisi kategorij 
posameznikov in vrste obdelanih osebnih podatkov, kategorije uporabnikov podatkov ter 
informacije o prenosu podatkov v tujino in splošni opis tehničnih ukrepov iz GDPR.79  
 
Upravljavec in obdelovalec sta skladno z 31. členom GDPR tudi zavezana k sodelovanju z 
nadzornimi organi in morata na zahtevo omogočiti dostop do teh evidenc, da bi bile tako 
lahko namenjene spremljanju dejanj obdelave. 
 
Ta obveznost skladno s petim odstavkom 30. člena ter v povezavi z 13. in 81. uvodnima 
izjavama ne velja za podjetje ali organizacijo, ki zaposluje manj kot 250 oseb, razen če je 
verjetno, da obdelava, ki jo izvaja, predstavlja tveganje za pravice in svoboščine 
posameznikov in ni občasna, ali če obdelava vključuje posebne vrste podatkov iz 9. člena ali 
osebne podatke v zvezi s kazenskimi obsodbami in prekrški. 
 
Kljub temu, da se za vpeljavo nove obveznosti zahteva precej reorganizacije, pa stroka 
napoveduje, da bodo imeli upravljavci in obdelovalci od te obveznosti tudi precej koristi. 
Evidence bodo namreč omogočile pregled vseh obdelanih podatkov, kar jim bo omogočilo 
uvid v vrsto podatkov, ki jih obdelujejo, kateri oddelki kaj obdelujejo in za katere namene. To 
znanje jim bo pomagalo pri boljši organizaciji projektov80, prav tako pa jim bo to pomagalo 
učinkoviteje analizirati trende, napovedovati prihodnje aktivnosti, prilagajati poslovne 
procese in raziskovati morebitne nove tržne priložnosti.81 
 
7.2. UKREPI ZA VARNOST OSEBNIH PODATKOV 
 
GDPR določa, da morata upravljavec in obdelovalec pri obdelavi osebnih podatkov 
ocenjevati tveganje in zagotoviti ustrezno raven varnosti glede na verjetnost in resnost 
tveganja ter uporabljati ukrepe, kot so psevdonimizacija in šifriranje podatkov za ublažitev in 
zmanjšanje ocenjene stopnje tveganja. Prav tako morata biti zmožna zagotoviti zaupnost, 
celovitost, dostopnost in odpornost obdelav, v primeru fizičnega ali tehničnega incidenta 
                                                             
79 30. člen GDPR. 
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morata pravočasno povrniti razpoložljivost in dostop do osebnih podatkov ter redno izvajati 
testiranja, ocenjevati in vrednotiti učinkovitosti ukrepov za zagotavljanje varnosti obdelave.82  
 
7.2.1. Uradno obvestilo nadzornemu organu o kršitvi varnosti 
osebnih podatkov 
 
Že iz načela celovitosti in zaupnosti sledi, da morajo upravljavci osebne podatke obdelovati 
prek ustreznih tehničnih ali organizacijskih ukrepov, ki bodo zagotavljali ustrezno varnost 
posameznikovih pravic.
83
 Ključni element organizacije varnosti podatkov je zmožnost, da se 
kršitev v prvi vrsti prepreči, v kolikor pa do nje vseeno pride, se morata upravljavec in tudi 
obdelovalec nanjo pravočasno odzvati. Zato GDPR uvaja novo obveznost upravljavcev, in 
sicer morajo uradno obvestiti nadzorni organ o kršitvi varnosti osebnih podatkov, česar 
Direktiva 95/46/ES kljub spodbujanju številnih organov EU k poročanju o kršitvah posebne 
obveznosti ni vsebovala. Obveščanje ni potrebno samo v primeru, da upravljavec oceni 
stopnjo tveganja in pride do zaključka, da s kršitvijo varnosti osebnih podatkov ogrožene ne 
bodo ogrožene pravice in svoboščine posameznikov.84 
 
Pojem kršitve varnosti osebnih podatkov razloži dvanajsta točka 4. člena GDPR, ki kršitev 
opredeli kot dogodek, ki povzroči nenamerno ali nezakonito uničenje, izgubo, spremembo ali 
nepooblaščeno razkritje do osebnih podatkov. Delovna skupina iz člena 29 razloži »uničenje« 
kot preoblikovanje podatkov v nekoristne. »poškodovanje« je obrazloženo kot sprememba ali 
okvara osebnih podatkov, ki postanejo nepopolni. Ko pride do »izgube« osebnih podatkov, ti 
morda še obstajajo, vendar jih upravljavec več ne more upravljati. Nepooblaščena ali 
nezakonita obdelava pa lahko vključuje razkritje nepooblaščenim prejemnikom. Pri kršitvi gre 
torej za vrsto varnostnega incidenta, ki ima za posledico, da upravljavec ali obdelovalec ne 
more več zagotoviti skladnosti z načeli, ki so določena v 5. členu GDPR. 85    
 
Delovna skupina iz člena 29 opredeli več vrst kršitev, in sicer (a) kršitev zaupnosti – razkritje 
osebnih podatkov nepooblaščenim osebam; (b) kršitev celovitosti –  nedovoljena sprememba 
osebnih podatkov ter (c) kršitev razpoložljivosti - izguba dostopa do osebnih podatkov ali 
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32. člen GDPR. 
83 (f) točka prvega odstavka 5. člena GDPR. 
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 Prvi odstavek 33. člena GDPR. 
85 Delovna skupina iz člena 29: Smernice o obveščanju o kršitvi varnosti osebnih podatkov na podlagi Uredbe 
2016/679 št. 17/SL, str. 7. 
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njihovo uničenje, pri čemer se kot kršitev šteje tudi začasna izguba dostopa. Pri kršitvah gre 




Upravljavec mora v primeru kršitve osebnih podatkov brez nepotrebnega odlašanja, 
najpozneje pa v 72 urah po seznanitvi s kršitvijo, uradno obvestiti pristojni nadzorni organ.87 
Postavi se vprašanje, od katerega trenutka se šteje, da je upravljavec s kršitvijo seznanjen. Kot 
tak se šteje trenutek, ko je upravljavec z razumno gotovostjo prepričan, da je prišlo do 
varnostnega incidenta.
88
 Iz 87. uvodne izjave sledi, da mora upravljavec nemudoma izvesti 
vse ustrezne tehnološke in zaščitne organizacijske ukrepe, da bi takoj ugotovil, ali je prišlo do 
kršitve varstva osebnih podatkov. Poudarek je na hitrem ukrepanju upravljavca, saj mora 
ravnati brez odlašanja. V nasprotnem primeru bi se to lahko v skladu 33. členom GDPR štelo 
kot, da je upravljavec opustil obveznost obveščanja.  
 
Četrti odstavek 33. člena določa, da se lahko informacije za uradno obvestilo, naštete v 
tretjem odstavku 33. člena, zagotovijo postopoma brez nepotrebnega odlašanja, v koliko jih ni 
mogoče zagotoviti sočasno. GDPR s tem priznava, da potrebujejo upravljavci v specifičnih 
primerih za uradno obvestilo več časa. Do tega lahko pride pri bolj zapletenih kršitvah, kot so 
kršitve pri kibernetski varnosti, katera terja dodatne preiskave, da se v celoti ugotovi narava 





Vloga obdelovalca  
 
Obdelovalec, ki je seznanjen s kršitvijo,  mora skladno z drugim odstavkom 32. člena GDPR 
o kršitvi obvestiti upravljavca brez nepotrebnega odlašanja. Upravljavec pa je potem tisti 
subjekt, ki ima dolžnost obravnavati kršitev, oceniti verjetnost tveganja, ki ga povzroča 
kršitev ter ugotoviti, ali mora obvestiti nadzorni organ in prizadete posameznike, saj 
obdelovalec morda ne more poznati vseh pomembnih dejstev v zvezi z zadevo, na primer, ali 
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 Delovna skupina iz člena 29, Smernice o obveščanju o kršitvi varnosti osebnih podatkov na podlagi Uredbe 
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89 Prav tam, str. 15. 
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ima upravljavec še vedno kopijo ali varnostno kopijo osebnih podatkov, ki jih je obdelovalec 
uničil ali izgubil.90  
 
Sporočilo posamezniku o kršitvi varnosti osebnih podatkov 
 
34. člen GDPR določa, da mora upravljavec brez nepotrebnega odlašanja sporočiti 
posamezniku, na katerega se nanašajo osebni podatki, da je prišlo do kršitve varstva osebnih 
podatkov, v kolikor je verjetno, da bo kršitev varnosti osebnih podatkov povzročila veliko 
tveganje za pravice in svoboščine posameznika. 
 
Iz 86. uvodne izjave sledi, da je sporočilo o kršitvi potrebno poslati zato, da se zagotovi 
možnost posamezniku, da se lahko ustrezno zavaruje, torej je namen ublažitev tveganja za 
nastanka škode. Posamezniki morajo prejeti sporočilo kakor hitro je to razumno mogoče in v 
sodelovanju z nadzornim organom. Smernice Delovne skupine iz člena 29 določajo, da 
morajo biti posamezniki obveščeni z namenskimi sporočili in ne kot del drugih rednih 
sporočil, katera morajo biti spisana na način, prilagojen morebitnim specifičnim 
okoliščinam.91 
 
Kdaj posameznika ni potrebno obvestiti o kršitvi varnosti osebnih podatkov, določa tretji  
odstavek 34. člena GDPR. V prvem primeru je upravljavec pred kršitvijo uporabil ustrezne 
tehnične in organizacijske ukrepe, kateri vplivajo ne nerazumljivost osebnih podatkov 
(anonimizacija, psevdonimizacija, šifriranje, tokenizacija). V drugem primeru je upravljavec 
takoj po kršitvi sprejel naknadne ukrepe za zagotovitev, da se veliko tveganje za pravice in 
svoboščine posameznikov ne bo udejanjilo (na primer takojšnji ukrep zoper posameznika, ki 
je dostopal do osebnih podatkov, še preden se je s podatki karkoli zgodilo). V tretjem primeru 
pa bi bil za vzpostavitev stika s posamezniki potreben nesorazmeren napor (na primer, ko so 
bili kontaktni podatki posameznikov izgubljeni zaradi kršitve izgubljeni, ali pa jih upravljavec 
sploh ni pridobil od posameznika).
92
 Če se upravljavec odloči, da kršitve ne bo sporočil 
posamezniku, to lahko skladno s 4. odstavkom 34. člena od njega zahteva nadzorni organ, če 
meni, da bi kršitev verjetno povzročila veliko tveganje za posameznike. 
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 Prav tam, str. 13. 
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 Prav tam, str. 20. 
92 Delovna skupina iz člena 29, Smernice o preglednosti na podlagi Uredbe 2016/679 (2017), str. 33. 
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7.3. OCENA UČINKA V ZVEZI Z VARSTVOM PODATKOV  
 
Eno od novih obveznosti za upravljavce določa 35. člen GDPR, skladno s katerim mora 
upravljavec izvesti oceno učinka predvidenih dejanj obdelave na varstvo osebnih podatkov in 
sicer v primerih, ko je možno, da bi lahko vrsta obdelave, zlasti pri uporabi novih tehnologij, 
ob upoštevanju okoliščin, kot so narava, obseg, in nameni obdelave povzročila veliko 
tveganje za pravice in svoboščine posameznikov.  
 
Iz določbe izhaja, da se je zakonodajalec poslužil pristopa na podlagi tveganj. Iz praktičnega 
vidika to za upravljavce pomeni, da imajo dolžnost neprestano ocenjevati tveganje, ki izhajajo 
iz njihovih dejavnosti obdelav, da opredelijo, kdaj je možno, da bi lahko vrsta obdelave 
povzročila veliko tveganje za pravice in svoboščine posameznikov. Če upravljavec pri tem 
pride do zaključka, da je verjetno, da bo obdelava povzročila veliko tveganje za pravice 
posameznikov, mora izvesti oceno učinka in stopnjo tveganja natančno opisati. V kolikor pa 
presodi, da to ni verjetno, mora tudi to utemeljiti in dokumentirati razloge za neizvedeno 





Upravljavec mora torej na podlagi začetne ocene sam oceniti, ali obdelava predstavlja visoko 
tveganje in posledično, ali je ocena učinkov potrebna. GDPR mu pri ocenjevanju tveganj ne 
ponudi jasnih smernic, pač pa v tretjem odstavku 35. člena GDPR zgolj izpostavi tri primere, 
v katerih je ocena učinkov nujno potrebna. Izpostavljene so (a) obsežne obdelave, pri katerih 
se sistematično in obsežno obdeluje osebne podatke za sprejemanje avtomatiziranih odločitev 
glede posameznikov, tudi na podlagi profiliranja; (b) obdelave večjega obsega podatkov iz 9. 
in 10. člena GDPR in (c) spremljanje javno dostopnih območij v velikem obsegu z uporabo 
optično-elektronskih naprav (pri čemer Delovna skupina iz člena 29 izraz javno dostopno 
območje opredeli kot prostor, ki je odprt za javnost).94 Kot izhaja iz besede „zlasti“, lista v 
tretjem odstavku 35. člena ni izčrpna, saj lahko tudi druge vrste obdelav pomenijo veliko 
tveganje. Pri mejnih primerih Delovna skupina iz člena 29 priporoča, naj upravljavci oceno 
učinkov izvedejo, saj je ocena orodje, ki lahko pripomore k skladnosti z GDPR.95  
 
                                                             
93 Delovna skupina iz člena 29, Smernice glede ocene učinka v zvezi z varstvom podatkov in opredelitve, ali je 
»verjetno«, da bi (obdelava) povzročila veliko tveganje«, za namene Uredbe 2016/679 (2017), str. 7. 
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 Prav tam, str. 11.  
95 Prav tam, str. 9. 
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Pri oceni učinkov morajo upravljavci v obzir vzeti vrsto kršitve, naravo, občutljivost in 
količino osebnih podatkov (pri čemer običajno velja, da bolj kot so podatki občutljivi, večje je 
tveganje za škodo prizadetim osebam), enostavnost identifikacije posameznikov, resnost 
posledic za posameznike, posebne značilnosti posameznika (otroci ali drugi ranljivi 
posamezniki), posebne značilnosti upravljavca podatkov, število prizadetih posameznikov ter 
ostale splošne elemente. Delovna skupina iz člena 29 za izbiro metodologije pri oblikovanju 
načrta odzivanja za obvladovanje kršitve napotuje na Priporočilo za metodologijo ocenjevanja 





Kako v praksi izvesti oceno učinkov?  
 
Upravljavec mora oceno učinka izvesti pred začetkom obdelave in nanjo gledati kot na 
orodje, ki pomaga pri sprejemu odločitev glede obdelave, kar je tudi skladno z načeloma 
vgrajenega in privzetega varstva podatkov.
97
 Postopek izvedbe ocene učinkov se začne z 
izbiro primerne metodologije. Izvedba ocene učinka, ki je skladna z GDPR, mora vključevati 
sestavine, naštete v sedmem odstavku 35. člena GDPR.98 Sestavine delov ocene učinka se 





Upravljavec mora tudi poskrbeti, da v postopek izdelave ocene vključi vse zainteresirane 
strani, torej mnenje pooblaščene osebe za varstvo podatkov in kadar je ustrezno, tudi mnenje 
posameznikov (skladno z devetim odstavkom 35. člena GDPR).  
 
Za že obstoječa dejanja obdelave je ocena učinkov potrebna, kadar je verjetno, da bodo 
povzročila veliko tveganje za pravice in svoboščine posameznikov, in glede katerih se je 
tveganje spremenilo, pri čemer se upoštevajo uporaba nove tehnologije, narava, obseg, 
okoliščine in nameni obdelave. 
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 Agencija Evropske unije za varnost omrežij in informacij, Priporočila za metodologijo ocenjevanja resnosti 
kršitev varnosti osebnih podatkov, URL: https://www.enisa.europa.eu/publications/dbn-severity.   
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 Delovna skupina iz člena 29, Smernice glede ocene učinka v zvezi z varstvom podatkov in opredelitve, ali je 
»verjetno«, da bi (obdelava) povzročila veliko tveganje«, za namene Uredbe 2016/679 (2017), str. 16. 
98 Ocena mora zajemati sistematičen opis predvidenih dejanj obdelave, oceno potrebnosti in sorazmernosti, 
oceno tveganj  za pravice in svoboščine posameznikov ter ukrepe za obravnavanje tveganj.  
99 Delovna skupina iz člena 29, Smernice glede ocene učinka v zvezi z varstvom podatkov in opredelitve, ali je 




Predhodno posvetovanje z nadzornim organom  
 
Skladno s 36. členom GDPR se mora upravljavec, kadar ocena učinka v zvezi z varstvom 
podatkov pokaže, da bo obdelava povzročila veliko tveganje in upravljavec ne najde 
zadostnih ukrepov za zmanjšanje tveganja na sprejemljivo raven, pred dejanji obdelave 
posvetovati z nadzornim organom. Če nadzorni organ meni, da bi lahko s predmetno obdelavo 
prišlo do kršitve določb GDPR, zlasti kadar upravljavec ni ustrezno opredelil ali ublažil 
tveganja, nadzorni organ v roku do osmih tednov po prejemu zahteve za posvetovanje pisno 
svetuje upravljavcu, oziroma tudi obdelovalcu, če je to ustrezno. 
 
7.4. Pooblaščena oseba za varstvo podatkov 
 
GDPR v 4. oddelku uvaja popolnoma novo obveznost za upravljavce in obdelovalce osebnih 
podatkov, in sicer imajo v določenih primerih skladno s 37. členom GDPR obveznost 
imenovati pooblaščeno osebo za varstvo podatkov (v nadaljevanju: pooblaščena oseba), ki 
predstavlja ključnega akterja v novem sistemu upravljanja podatkov in katere položaj in 
delovne naloge GDPR podrobneje ureja v 38. in 39. členu.  
 
Skladno s prvim odstavkom 37. člena GDPR morata upravljavec in obdelovalec obvezno 
imenovati pooblaščeno osebo v treh primerih, in sicer (a) kadar obdelavo opravlja javni organ 
ali telo; (b) kadar temeljne dejavnosti upravljavca ali obdelovalca zajemajo dejanja obdelave, 
pri katerih je treba posameznike redno in sistematično obsežno spremljati, ali (c) kadar 
temeljne dejavnosti upravljavca ali obdelovalca zajemajo obsežno obdelavo posebnih vrst 
podatkov ali osebnih podatkov v zvezi s kazenskimi obsodbami in prekrški. Tudi v primeru, 
ko upravljavec ali obdelovalec ne rabi nujno imenovati pooblaščene osebe, je za to zanj lahko 
zelo koristno. V takih primerih bodo za položaj pooblaščene osebe veljala pravila iz GDPR.100 
 
Pooblaščeno osebo za podatke morajo obvezno torej imenovati vsi javni organi in telesa, pri 
čemer GDPR ne določi, kaj ta pojma obsegata, 97. uvodna izjava pa iz njunega dometa 
izvzame sodišča in neodvisne pravosodne organe. Glede na smernice Delovne skupine iz 
člena 29 v to spadajo nacionalni, regionalni in lokalni organi, ter tudi vrsta drugih oseb 
                                                             
100 Delovna skupina iz člena 29, Smernice o pooblaščenih osebah za varstvo podatkov (2016), str. 22. 
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javnega prava, kot so določene z nacionalno zakonodajo. V kolikor se javna oblast izvaja v 
zasebnih sektorjih (npr. storitve javnega prevoza, komunale), obveznost imenovanja 
pooblaščene osebe za varstvo osebnih podatkov ni podana, kljub temu pa Delovna skupina iz 
člena 29 priporoča, naj zasebne organizacije, ki izvajajo javno oblast, v skladu z dobro prakso 
vseeno imenujejo pooblaščeno osebo.101 
 
Nadalje je potrebno pooblaščeno osebo imenovati v zasebnem sektorju, v kolikor temeljne 
dejavnosti upravljavca obsegajo obdelave, ki zahtevajo redno in sistematično spremljanje 
posameznikov, oziroma kadar se obsežno obdeluje posebne vrste podatkov iz 9. in 10. člena 
GDPR. Za temeljne dejavnosti se skladno s 97. uvodno izjavo štejejo dejavnosti, ki so ključne 
za upravljavca ali obdelovalca in se nanašajo na njegovo osnovno dejavnost (in ne na 
postranske dejavnosti, kot so na primer plačevanje zaposlenih ali standardne dejavnosti 
informacijske podpore). GDPR ne definira pojma »redno in sistematično spremljanje«. Po 
razlagi Delovne skupine iz člena 29 izraz »redno« pomeni določene intervale dejanj v 
določenem obdobju, ki se stalno ali periodično ponavlja. Izraz „sistematično“ pa po razlagi 
Delovne skupine iz člena 29 pomeni, da se nekaj izvaja, kot je bilo v naprej določeno in 
organizirano, kot del načrta.102  
 
Skladno s 37. členom GDPR sta tako upravljavec kot tudi obdelovalec zavezanca k 
obveznosti imenovanja. Delovna skupina iz člena 29 obrazloži, da mora pooblaščeno osebo 
imenovati, kdor izpolnjuje merila za obvezno imenovanje, v nekaterih primerih je to samo 
upravljavec ali samo obdelovalec, v drugih primerih pa jo morata imenovati oba (v tem 
primeru pooblaščeni osebi opravljata naloge v sodelovanju drug z drugim).103 
 
Položaj pooblaščene osebe za varstvo podatkov 
 
Pooblaščena oseba je lahko pri upravljavcu ali obdelovalcu zaposlena, lahko pa sodeluje na 
podlagi pogodbe o storitvah.
104
 Skladno s petim odstavkom 37. člena GDPR se imenuje na 
podlagi poklicnih odlik in strokovnega znanja o zakonodaji in praksi na področju varstva 
podatkov. Potrebna raven strokovnega znanja ni izrecno opredeljena, vendar mora biti 
                                                             
101 Prav tam, str. 7. 
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 Prav tam, str. 10. 
103
 Prav tam, str. 11. 
104 Šesti odstavek 37. člena GDPR.  
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skladno s 97. uvodno izjavo sorazmerna z občutljivostjo, zapletenostjo in količino podatkov, 
ki jih upravljavci oziroma obdelovalci obdelujejo.  
 
Najpomembnejša zahteva, ki jo GDPR postavi v ospredje, je zahteva po neodvisnosti 
pooblaščene osebe za varstvo podatkov. Nekaj osnovnih jamstev, ki so na to vezana, določa 
tretji odstavek 38. člena GDPR, v povezavi s 97. uvodno izjavo. Pooblaščena oseba mora biti 
pri svojem delu popolnoma neodvisna, kar pomeni, da ji upravljavec in obdelovalec ne smeta 
dajati nobenih navodil v zvezi z obravnavanjem določenih obdelav ali ji sugerirati rezultatov 
oziroma vsiljevati svojih stališč.105 Da se zagotovi zadostna zaščita pooblaščene osebe in se 
okrepi njena neodvisnost, GDPR določi tudi, da upravljavec ali obdelovalec pooblaščene 
osebe ne sme kaznovati oziroma razrešiti zaradi opravljanja svojih nalog. Pod pojem 
kaznovati po mnenju Delovne skupine iz člena 29 spada preprečitev napredovanja ali 
onemogočanje dostopa do ugodnosti, zadostuje pa tudi že sama grožnja s kaznijo. Prav tako 
GDPR ne definira pogojev za razrešitev ali nadomestitev pooblaščene osebe, pri čemer 





V kolikor ima pooblaščena oseba tudi druge naloge in dolžnosti, morata upravljavec ali 
obdelovalec zagotoviti, da ne pride do nasprotja interesov. To iz praktičnega vidika pomeni, 
da pooblaščena oseba ne sme zavzemati položaja, v okviru katerega lahko določi namene in 




Naloge pooblaščene osebe za varstvo podatkov  
 
Skladno z 39. členom GDPR ima pooblaščena oseba nalogo spremljati skladnost notranje 
ureditve upravljavca in obdelovalca z določili GDPR, ga o tem obveščati ter mu svetovati in 
zanj izdajati priporočila. Nadalje mora pooblaščena oseba tudi sodelovati z nadzornim 
organom, pri čemer mora delovati kot kontaktna točka za vprašanja v zvezi z obdelavo, 
vključno z obveznostjo predhodnega posvetovanja. Iz predmetnega člena izhaja, da ima 
pooblaščena oseba vsaj te naloge. Upravljavcu pa nič ne preprečuje, da ne bi pooblaščeni 
osebi dodelil še kakšne druge naloge, s čimer bi še povečal varnost osebnih podatkov. V 
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 Prav tam, str. 17. 
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 Prav tam, str. 18. 
107 Šesti odstavek 38. člena GDPR. 
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praksi predstavlja pooblaščena oseba posrednika med vsemi glavnimi udeleženimi pri 
obdelavi podatkov – nadzornimi organi, posamezniki, katerih osebni podatki se obdelujejo, 




Dejstvo, da je pooblaščena oseba imenovana za zagotavljanje skladnosti z GDPR, pa ne 
pomeni, da je osebno odgovorna za primere neskladnosti, saj je skladno s 24. členom GDPR 
upravljavec tisti subjekt, ki je odgovoren za izvedbo ustreznih tehničnih in organizacijskih 









GDPR v 40. členu v povezavi z 98. uvodno izjavo poziva združenja upravljavcev in 
obdelovalcev k pripravi kodeksov ravnanj, katerih namen je prispevati k učinkoviti in pravilni 
uporabi GDPR, pri čemer naj bi pri pripravi upoštevali posebne značilnosti obdelav, ki jih 
izvajajo mikro, mala in srednja podjetja na specifičnih področjih. Namen kreiranja kodeksov 
ravnanj je, da združenja upravljavcev in obdelovalcev, ki se združujejo na posameznih 
področjih (kot so zdravstvo, računalništvo, itn.) sama določijo bolj podrobna pravila, ki so 
specificirajo določbe GDPR, z namenom lažjega zagotavljanja in dokazovanja skladnosti z 
GDPR. Združenja, ki nameravajo kodeks ravnanja pripraviti, morajo osnutek predložiti v 
pregled nadzornemu organu v oceno, prav tako pa mora osnutek pregledati odbor in podati 
svoje mnenje. Komisija mora skladno z desetim odstavkom 40. člena GDPR zagotoviti 
ustrezno objavo kodeksov.  
 
Čeprav je proces kreiranja kodeksov dolgotrajen postopek, pa lahko njihovo upoštevanje 
organizacijam doprinese kar nekaj koristi. Poleg tega, da delujejo kot smernice za specifična 
vprašanja skladnosti, skladno s 77. in 81. uvodnima izjavama zavezanost k določenemu 
kodeksu ravnanja predstavlja sredstvo dokazovanja skladnosti z GDPR, pozitiven dejavnik pri 
izdelavi ocene učinkov, v (j) točki 83. člena GDPR pa zavezanost k odobrenim kodeksom 
ravnanja  predstavlja olajševalne okoliščine pri postavitvi upravnih glob.  
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 Cliza, Spataru-Negura, The General Protection Regulation: What Does the Public Authorities and Bodes 
Need to Know and to Do (2018), str. 500. 




Tretji odstavek 40. člena GDPR določa, da se lahko h kodeksom ravnanj na posameznih 
področjih zavežejo tudi upravljavci in obdelovalci, za katere se GDPR ne uporablja, in sicer z 
namenom, da se zagotovijo ustrezni zaščitni ukrepi v okviru prenosa osebnih podatkov v 
tretje države ali mednarodne organizacije. S tem predmetni upravljavci ali obdelovalci s 
pogodbenimi ali drugimi pravno zavezujočimi instrumenti sprejmejo zavezujoče in izvršljive 
zaveze, da bodo uporabljali ustrezne zaščitne ukrepe.  
 
Skladno s četrtim odstavkom 40. člena GDPR so kodeksi ravnanja dejansko učinkoviti samo 
v primeru, da so določeni tudi procesi obveznega spremljanja skladnosti z določbami kodeksa 
s strani upravljavcev in obdelovalcev. V primeru, ko ne gre za obdelavo, ki jo izvajajo javni 
organi ali telesa, lahko spremljanje skladnosti s kodeksom ravnanja v skladu s 40. in 41. 
členom GDPR izvaja neodvisen organ, ki ima ustrezno raven strokovnega znanja v zvezi z 
vsebino kodeksa in ga je v ta namen pooblastil pristojni nadzorni organ. Organ mora 
vzpostaviti postopke, ki mu omogočajo ocenitev upravičenosti zadevnih upravljavcev in 
obdelovalcev do uporabe kodeksa, spremljanje skladnosti s kodeksom ter postopke za 




42. člen GDPR določa, da se mora na ravni Evropske unije spodbujati vzpostavitev 
mehanizmov certificiranja ter pečatov in označb za varstvo podatkov in sicer v namene 
izkazovanja, da so upravljavci in obdelovalci skladni z GDPR, pri čemer se morajo upoštevati 
posebne potrebe mikro, malih in srednjih podjetij. 
 
GDPR ne opredeljuje, kaj certificiranje je. Smernice Evropskega odbora za varstvo podatkov 
napotujejo na univerzalno definicijo podano s strani Mednarodne organizacije za 
standardizacijo (ISO), ki definirajo predmetni pojem kot pisno zagotovilo s strani 
neodvisnega organa, da zadevni produkt oziroma storitev izpolnjuje specifične zahteve. 
Certificiranje lahko v praksi pomeni tudi ocenjevanje skladnosti s strani tretjih oseb.
110
 
Skladno z 42. in 43. členom GDPR se certificiranje nanaša na potrdilo tretje osebe v zvezi s 
postopki obdelave upravljavcev in obdelovalcev. GDPR prav tako ne opredeljuje 
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»mehanizmov certificiranja, pečatov ali označb za varstvo podatkov«, ki so na vseh mestih 
uporabljeni kolektivno. Mehanizmi certificiranja se lahko vzpostavijo, da bi upravljavci 
dokazali, da so implementirali obstoj ustreznih zaščitnih ukrepov (prvi in drugi odstavek 42. 
člena GDPR). Primer bi lahko predstavljal standard ISO 27001.111 
 
Za označevanje uspešnega zaključka certificiranja lahko upravljavec pridobi pečat ali oznako. 
Pečati in označbe so običajno v obliki logotipov oziroma simbolov, katerih navzočnost 





7.6. Prenos osebnih podatkov v tretje države ali mednarodne 
organizacije 
 
Mednarodna trgovina in druge oblike mednarodnega sodelovanja so za varstvo osebnih 
podatkov velik izziv, saj se z vse večjo količino prenesenih osebnih podatkov povečujejo tudi  
možnosti kršitve varnosti osebnih podatkov. Čeprav GDPR ne prinaša znatnih materialnih 
novosti na tem področju, pa je na več mestih močno poudarjeno, da mora biti varstvo 
posameznikov na enaki ravni tudi pri prenosih upravljavcem, obdelovalcem ali drugim 
uporabnikom v tretjih državah ali mednarodnih organizacijah, prenosi pa se lahko izvajajo 
zgolj v popolni skladnosti z GDPR.113  
 
Skladno s 44. členom GDPR prenos podatkov v tretjo državo ali mednarodno organizacijo ni 
dovoljen, razen če upravljavec oziroma obdelovalec osebnih podatkov ravna v skladu z 
GDPR, pri čemer to velja tudi za nadaljnje prenose. Določene so tri pravne podlage, na 
podlagi katerih se lahko izvajajo prenosi osebnih podatkov. To so (a) izdan sklep o ustreznosti 
s strani Evropske komisije (v nadaljevanju: Komisija); (b) ustrezni zaščitni ukrepi upravljavca 
ali obdelovalca, kot so standardne klavzule pogodbe ali zavezujoča poslovna pravila ter (c) 
primeri odstopanj, kot so našteti v 49. členu GDPR. Delovna skupina iz člena 29 v zvezi z 
omenjenimi prenosi kot najboljšo prakso zagovarja večplasten pristop in sicer mora 
upravljavec najprej raziskati, ali tretja država zagotavlja ustrezno raven varstva (torej ali jo je 
                                                             
111 
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kot varno potrdila Komisija s sklepom o ustreznosti). Če raven varstva glede na vse okoliščine 
ni ustrezna, bi moral upravljavec razmisliti o zagotovitvi ustreznih zaščitnih ukrepov. Šele v 
kolikor ni mogoče uporabiti institutov iz 45. ali 46. člena GDPR, pa naj bi se uporabilo 
primere odstopanj iz 49. člena GDPR.114 
 
Prenosi na podlagi sklepa o ustreznosti 
 
Kot je podobno določala že Direktiva 95/46/ES, tudi 45. člen GDPR opredeljuje možnost 
Komisije, da sprejme sklep o ustreznosti, s katerim odloči, da tretja država, ozemlje oziroma 
določeni sektor v tretji državi ali mednarodna organizacija nudi ustrezno raven varstva 
podatkov, s čimer zagotavlja pravno varnost in enotnost po vsej Evropski uniji.115 V tem 
primeru se izvajajo prenosi podatkov brez zahtev po dodatnih dovoljenjih. 
 
Skladno z devetim odstavkom 45. člena GDPR ostanejo sklepi o ustreznosti, ki jih je 
Komisija sprejela na podlagi Direktive 95/46/ES, veljavni še naprej. V preteklih letih je 
Komisija sklep o ustreznosti podelila Andori, Argentini, Kanadi, Farskim otokom, Guernseyu, 
Izraelu, Isle Man, Novi Zelandiji, Švici, Urugvaju in Združenim državam Amerike (omejeno 
z ureditvijo instituta zasebnostnega ščita EU-ZDA). Najnovejši sklep o ustreznosti bo v 
kratkem času izdan Japonski, saj sta z Evropsko unijo 17. julija 2018 uspešno zaključili 
pogajanja o medsebojni ustreznosti. Skladno s 106. uvodno izjavo mora Komisija potrjene 
države spremljati in redno izvajati preglede vsaj na vsaka štiri leta. V kolikor zaščita ni več 
ustrezna, mora Komisija sklep razveljaviti.  
 
Da se dejansko lahko presodi, da raven zaščite določene države ne ustreza več, je pokazala 
odmevna sodba Sodišča Evropske unije, ki je bila izdana v zadevi Maximilian Schrems proti 
Data Protection Commissioner.
116
 Sodišče Evropske unije je z njo natančneje obrazložilo 
pojem »ustrezne ravni varnosti«, in sicer kot »obveznost dejanskega zagotavljanja ravni 
varstva temeljnih svoboščin in pravic, ki je v bistvenem enaka ravni, zagotovljeni v Evropski 
uniji«.117 Nadalje je odločilo, da shema varnega pristana (ang. »safe harbour«), ki je bila s 
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 Evropski odbor za varstvo podatkov, Smernice št. 2/2018 o odstopanjih iz člena 49 v skladu z Uredbo 
2016/679 (2018), str. 4. 
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117 Prav tam, točka 73. 
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strani Komisije potrjena kot ustrezna raven varnosti in je bilo na tej podlagi možen prenos 
podatkov v Združene države Amerike (v nadaljevanju: »ZDA«), ne predstavlja več ustrezne 
ravni varnosti, zato je bila razveljavljena. V posledici sta Evropska unija in ZDA februarja 
2016 določili novo shemo, in sicer zasebnostni ščit EU-ZDA (ang. »Privacy shield EU-
USA«), prav tako pa sta sklenili tudi t.i. Umbrella agreement.118 Kot vse kaže, bodo določbe 
GDPR v prihodnosti shemi zasebnostnega ščita v precejšen izziv, saj GDPR precej bolj 
natančno določa elemente ustrezne ravni varnosti, vključuje pa tudi določene institute, ki jih 
zasebnostni ščit ne pokriva (kot so to na primer izdelava ocene učinka, pravica do 
prenosljivosti podatkov in koncept vgrajenega in privzetega varstva podatkov).
119
 Usoda 
sheme, ki trenutno velja med Evropsko unijo in ZDA tako ni popolnoma varna.  
 
Prenosi, za katere se uporabljajo ustrezni zaščitni ukrepi 
 
Kadar sklep o ustreznosti ni sprejet, lahko upravljavec ali obdelovalec osebne podatke 
preneseta v tretjo državo ali mednarodno organizacijo le, če sta predvidela ustrezne zaščitne 
ukrepe, in pod pogojem, da imajo posamezniki na voljo pravice in učinkovita pravna sredstva, 
kot so določena v GDPR.120 Kot ustrezni zaščitni ukrepi, na podlagi katerih za prenos 
podatkov ni potrebno dovoljenje nadzornega organa, se skladno z drugim odstavkom 46. 
člena GDPR štejejo pravno zavezujoči in izvršljivi instrumenti javnih organov, zavezujoča 
poslovna pravila, standardna določila o varstvu podatkov, odobreni kodeksi ravnanja ter 
odobreni mehanizmi potrjevanja (zadnja dva instituta skupaj z zavezujočimi in izvršljivimi 
zavezami k uporabi ustreznih zaščitnih ukrepov). S posebnim dovoljenjem ustreznega 
nadzornega organa pa se lahko ustrezni zaščitni ukrepi zagotovijo tudi s pogodbenimi določili 
med domačimi in tujimi zavezanci (tako imenovana »ad hoc« določila) ter tudi z določbami, 
ki se vstavijo v upravne dogovore med javnimi organi, kot to določa tretji odstavek 46. člena 
GDPR.  
 
Zavezujoča poslovna pravila  
 
V nasprotju z Direktivo 95/46/ES, ki zavezujočih poslovnih pravil ni definirala, jih GDPR v 
dvajseti točki 4. člena opredeli kot varnostne politike, ki jih mora upravljavec ali obdelovalec 
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 Kuner, Reality and illusion in EU Data Transfer Regulation post Schrems (2017), str. 884. 
119
 Prav tam, str. 903. 
120 46. člen GDPR. 
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spoštovati pri prenosih osebnih podatkov upravljavcem ali obdelovalcem, s katerimi je 
povezan v skupino podjetij, katera skupno posluje v tretji državi. To pomeni, da lahko družbe 
ali skupine podjetij, ki opravljajo skupno gospodarsko dejavnost, za interni prenos osebnih 
podatkov iz organizacij, ki so ustanovljene v Evropski uniji, v organizacije znotraj iste 
skupine, ki so ustanovljene zunaj Evropske unije, uporabljajo zakonito pravno podlago 
zavezujočih poslovnih pravil, ki pa jih mora pred tem sicer odobriti nadzorni organ.  
 
Minimalne elemente, katere morajo vsebovati zavezujoča poslovna pravila, določa GDPR v 
47. členu. V primerjavi s prejšnjo ureditvijo je vključenih nekaj novih elementov, ki jih je 
potrebno upoštevati pri posodobitvi že obstoječih zavezujočih poslovnih pravil ali sprejetju 
novih sklopov takih pravil, z namenom, da se zagotovi skladnost z GDPR. Izpostavijo se (a) 
pravica do vložitve pritožbe (posamezniki lahko po lastni izbiri vložijo pritožbo v državi 
članici, kjer imajo običajno prebivališče, kjer je njihov kraj dela ali kjer je prišlo do kršitve); 
(b) zahteva po preglednosti; (c) področje uporabe (podatki o upravljavcu, obseg, vsebina 
prenosa podatkov) ter (d) določba, s katero upravljavec, ki je ustanovljen v Evropski uniji 
sprejme celotno odgovornost za obdelavo. Po novem pa morajo vsebovati tudi (e) zavezo, da 
se, kadar bi lahko kakršna koli pravna zahteva za upravljavca, ki v tretji državi velja za člana 
povezane družbe ali skupine podjetij, imela znaten negativen učinek na jamstva iz 
zavezujočih poslovnih pravil, to težavo sporoči pristojnemu nadzornemu organu.121 
 
Delovna skupina iz člena 29 pojasni razliko med zavezujočimi poslovnimi pravili za 
upravljavce in tistimi za obdelovalce. Zavezujoča poslovna pravila za upravljavce se 
uporabljajo kot okvir za prenose osebnih podatkov od upravljavcev, ki so ustanovljeni v 
Evropski uniji do drugih upravljavcev ali obdelovalcev (ustanovljenih zunaj Evropske unije) 
znotraj iste skupine, zavezujoča poslovna pravila za obdelovalce pa se uporabljajo za prenos 
podatkov, ki jih člani skupine kot obdelovalci ali nadaljnji obdelovalci prejmejo od 
upravljavca (ustanovljenega v Evropski uniji), ki ni član skupine, in nato obdelajo. Zato se 
obveznosti iz zavezujočih poslovnih pravil za upravljavce uporabljajo za subjekte znotraj iste 
skupine, ki delujejo kot upravljavci, kot tudi za notranje obdelovalce.122 Pri tem pa 
upravljavec ne sme pozabiti na 28. člen GDPR, ki določa, da mora upravljavec z vsemi 
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 Delovna skupina iz člena 29, Delovni dokument, ki določa preglednico z elementi in načeli zavezujočih 
poslovnih pravil (2017), str. 3 - 5. 
122  Prav tam, str. 2. 
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notranjimi in zunanjimi obdelovalci skleniti pogodbo ali drug pravni akt, v katerem se 
določijo obveznosti obdelovalca do upravljavca. 
 
Standardna določila o varstvu podatkov  
 
GDPR v 46. členu razlikuje dve vrsti standardnih določil, in sicer tista, ki jih sprejme 
Komisija ter tista, ki so sprejeta s strani nadzorih organov in jih Komisija zgolj potrdi. Do 
sedaj je Komisija skladno z Direktivo 95/46/ES izdala dve seriji standardnih določil, 
uporabljivih med upravljavci podatkov, ustanovljenimi v Evropski uniji in tistimi v tretjih 
državah123, izdala pa je tudi serijo standardnih določil za razmerje med upravljavci, 
ustanovljenimi v Evropski uniji in obdelovalci v tretjih državah.124 Skladno s petim 
odstavkom 46. člena GDPR bodo ostali ti dokumenti veljavni, dokler jih ne bo Komisija po 
potrebi spremenila, nadomestila ali razveljavila. 
 
V nasprotju z zgoraj opisanimi standardnimi določili Komisije pa so standardna določila, ki 
jih bo lahko sprejel nadzorni organ, popolnoma nov institut. Ali bo tudi ta institut v praksi 
zaživel, še ni jasno. Dejstvo, da mora taka standardna določila potrditi še Komisija, pa lahko 
prepreči nevarnost t.i. »forum shoppinga«.125 Prav tako sta nova zaščitna ukrepa tudi odobren 
kodeks ravnanja in odobren mehanizem potrjevanja, ki sta ustrezna ob zavezujočih in 
izvršljivih zavezah upravljavca ali obdelovalca v tretji državi, da bosta uporabljala ustrezne 
zaščitne ukrepe.  
 
»Ad hoc« pogodbena določila 
 
Obstoj standardnih določil ne pomeni, da upravljavci ne smejo izoblikovati drugih začasnih 
pogodbenih določil, pri čemer pa morajo tudi  na tak način zagotoviti enako raven varstva, kot 
                                                             
123 Odločba Evropske Komisije z dne 15. Junija 2001 o standardnih pogodbenih klavzulah za prenos osebnih 
podatkov v tretje države v skladu z Direktivo 95/46/ES ter Odločba Evropske Komisije z dne 27. decembra 2004 
o spremembi Odločbe 2001/497/ES glede uvedbe alternativnega sklopa standardnih pogodbenih klavzul za 
prenos osebnih podatkov v tretje države. 
124
 Sklep Evropske Komisije z dne 5. februarja 2010 o standardnih pogodbenih klavzulah za prenos osebnih 
podatkov obdelovalcem s sedežem v tretjih državah v skladu z Direktivo Evropskega parlamenta in Sveta 
95/46/ES. 
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bi bila zagotovljena s standardnimi pogodbenimi določili.126 Kot je to dopuščala že Direktiva 
95/46/ES, tudi GDPR omogoča, da se ustrezni zaščitni ukrepi zagotovijo s pogodbenimi 
določili med upravljavcem ali obdelovalcem v tretji državi, pri čemer mora podati dovoljenje 
nadzorni organ. 127 Pri tem pa je potrebno opozoriti, da te vrste pogodbena določila ustvarijo 
pravno podlago zgolj za specifičen prenos podatkov in niso uporabljiva za veliko število 
prenosov podatkov, kot je to običajno potrebno med mednarodnimi poslovnimi partnerji.128  
 
Odstopanja v posebnih primerih  
 
V kolikor ni sprejet sklep o ustreznosti oziroma niso sprejeti ustrezni zaščitni ukrepi, se 
prenos podatkov v tretjo državo lahko izvede le še pod enim izmed pogojev, ki so določeni v 
49. členu GDPR, pri čemer se tudi v teh primerih ne sme povzročiti kršitve temeljnih pravic 
posameznikov.129  
 
Odstopanja so izjema od načela, da je dovoljeno osebne podatke v tretje države prenesti le, če 
zadevna tretja država zagotavlja ustrezno raven varstva, ali če so bili zagotovljeni ustrezni 
zaščitni ukrepi, zato jih je potrebno uporabljati na restriktiven način. Ta institut se tako 
uporablja za občasne prenose, ki vplivajo na omejeno število posameznikov. Taki prenosi 
zgodijo večkrat, a ne redno, ter zunaj običajnega delovanja, na primer v naključnih, neznanih 
ali spontanih okoliščinah.130 Odstopanja so dovoljena, v kolikor:  
 
(a) Posameznik izrecno privoli v prenos, pri čemer je bil obveščen o morebitnih tveganjih. 
 
Poleg splošnih pogojev za veljavnost privolitve, ki so opredeljeni v 4. in 7. členu GDPR, so za 
veljavno privolitev v okviru mednarodnih prenosov podatkov potrebni še nekateri posebni 
dejavniki. Posameznik mora podati izrecno privolitev, kar je v primerjavi z Direktivo 
95/46/ES, ki je zahtevala »nedvoumno privolitev«, strožji pogoj. Privolitev mora biti podana 
za točno določen prenos podatkov, kar pomeni, da se mora zagotoviti še pred izvedbo prenosa 
                                                             
126 Agencija Evropske unije za temeljne pravice, Priročnik o evropskem pravu varstva osebnih podatkov (2014), 
str. 138. 
127 Tretji odstavek 46. člena GDPR. 
128 Lam, Binding Corporate Rules or Standard Contractual Clauses?, URL: 
https://www.talacka.com/lawinfographic/binding-corporate-rules-standard-contractual-clauses/. 
129
 Evropski odbor za varstvo podatkov, Smernice št. 2/2018 o odstopanjih iz člena 49 v skladu z Uredbo (EU) 
2016/679 (2018), str. 3. 
130 Prav tam, str. 4. 
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(tudi, če se to zgodi po zbiranju podatkov), pri čemer mora biti posameznik glede prenosa 
popolnoma informiran (npr. o stopnji tveganja za njegove pravice in svoboščine). Kot izhaja 
iz zapisanega, GDPR določa visok prag za uporabo odstopanja zaradi privolitve posameznika. 
Ob dejstvu, da lahko posameznik svojo privolitev tudi kadarkoli prekliče, privolitev ni 
najboljša dolgoročna rešitev za upravljavce oziroma obdelovalce. 131 
 
(b) Prenos podatkov je potreben za izvajanje pogodbe ali predpogodbenih ukrepov 
(sprejetih na zahtevo posameznika) med posameznikom in upravljavcem, oziroma je 
prenos potreben za sklenitev ali izvajanje pogodbe med upravljavcem in drugo fizično 




(c) Prenos je potreben za uveljavljanje, izvajanje ali obrambo pravnih zahtevkov.133 
 
V zvezi s podlagami iz (b) in (c) točke 111. uvodna izjava določa, da se lahko mednarodni 
prenos podatkov izpelje le, če je prenos občasen in potreben zaradi pogodbe ali pravnega 
zahtevka. Preizkus potrebnosti zahteva tesno in bistveno povezavo med prenosom podatkov 
in nameni pogodbe. Preizkus občasnosti pa je potrebno opraviti za vsak prenos podatkov 
posebej, pri čemer redni prenosi podatkov v okviru dolgoročnega sodelovanja ne bodo prišli v 
poštev.134 
 
Izraza „pravni zahtevek“ in „postopek“ pomenita, da mora biti postopek formalno in pravno 
opredeljen, ni pa nujno omejen na sodne ali pravne postopke, saj gre lahko tudi za kateri koli 
izvensodni postopek. Prenos podatkov mora biti izveden v okviru takega postopka, zato mora 
med njima obstajati tesna zveza. Prav tako mora za preizkus potrebnosti obstajati tesna zveza 
med podatki in specifično uveljavitvijo oziroma obrambo pravnega položaja.135 
 
(d) Prenos je potreben zaradi pomembnih razlogov javnega interesa.136 
 
                                                             
131 Evropski odbor za varstvo podatkov, Smernice št. 2/2018 o odstopanjih iz člena 49 v skladu z Uredbo (EU) 
2016/679 (2018), str. 7-8. 
132 (b) in (c) točki prvega odstavka 49. člena GDPR. 
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 (e) točka prvega odstavka 49. člena GDPR. 
134 Evropski odbor za varstvo podatkov, Smernice št. 2/2018 o odstopanjih iz člena 49 v skladu z Uredbo (EU) 
2016/679 (2018), str. 9. 
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 Prav tam, str. 11. 
136 (d) točka prvega odstavka 49. člena GDPR. 
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Kot je Delovna skupina iz člena 29 določila že skladno z Direktivo 95/46/ES, se navedeno 
odstopanje uporablja le, če iz prava Evropske unije ali prava države članice izhaja, da je 
prenos potreben zaradi pomembnih razlogov javnega interesa, vključno v duhu vzajemnosti 
za mednarodno sodelovanje.
137
 Čeprav je predmetno odstopanje namenjeno zlasti javnim 




(e) Prenos je potreben za zaščito življenjskih interesov posameznika ((f) točka prvega 
odstavka 49. člena GDPR). 
 
(f) Podatki za prenos izhajajo iz registra, ki je namenjen zagotavljanju informacij javnosti 
((g) točka prvega odstavka 49. člena GDPR). 
 
Poleg navedenih, drugi odstavek 49. člena GDPR v povezavi s 113. uvodno izjavo določa 
novo odstopanje, ki ga Direktiva 95/46/ES ni vsebovala, in sicer je mogoče osebne podatke 
prenesti tudi, če je to potrebno zaradi nujnih zakonskih interesov, za katere si prizadeva 
upravljavec podatkov, kar pa je sicer mogoče uporabiti le kot zadnjo možnost (v kolikor se ne 
more uporabiti 45. in 46. člen GDPR ter zgoraj navedeni drugi primeri odstopanj). Da nima 
na voljo drugih poti, mora biti upravljavec tudi zmožen dokazati.139   
 
8. PRAVNA SREDSTVA, ODGOVORNOST IN KAZNI 
 
8.1.  Pritožba in pravna sredstva 
 
Skladno s 77. členom GDPR ima vsak posameznik, na katerega se nanašajo osebni podatki, v 
primeru kršite varnosti njegovih osebnih podatkov pravico, da vloži pritožbo pri nadzornem 
organu v državi članici Evropske unije, v kateri ima običajno prebivališče, v kateri je njegov 
kraj dela ali v kateri je domnevno prišlo do kršitve. S tem se posamezniku ponudi izbira med 
več nadzornimi organi, s čimer se okrepi njegov položaj. Več možnosti posameznikov pa 
prinaša slabši položaj upravljavcev oziroma obdelovalcev, saj ti ne morejo predvideti, 
kateremu nadzornemu organu bodo morali odgovarjati. To pravico ima posameznik brez 
                                                             
137 Primeren kazalnik bi bil na primer obstoj mednarodnega sporazuma ali konvencije. 
138 Kot npr. za službe, pristojne za zadeve na področju socialne varnosti ali javnega zdravstva, službe za 
nalezljive bolezni ali zaradi zmanjšanja in/ali odprave uporabe nedovoljenih poživil v športu. 
139 Evropski odbor za varstvo podatkov, Smernice št. 2/2018 o odstopanjih iz člena 49 v skladu z Uredbo (EU) 
2016/679 (2018), str. 14. 
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poseganja v katero koli drugo upravno ali pravno sredstvo. V kolikor nadzorni organ ni 
obravnaval pritožbe posameznika na podlagi 77. člena GDPR, jo je v celoti ali deloma zavrgel 
ali zavrnil ali ni ukrepal, oziroma posameznika v treh mesecih ni obvestil o stanju zadeve ali 
odločitvi o pritožbi, ima posameznik skladno z 78. členom GDPR pravico do pravnega 
sredstva zoper pravno zavezujočo odločitev nadzornega organa. Za postopke zoper nadzorni 
organ so pristojna sodišča države članice, v kateri ima nadzorni organ sedež. 
 
Posameznik pa ima skladno z 79. členom GDPR tudi pravico do direktne vložitve tožbe zoper 
upravljavca ali obdelovalca osebnih podatkov. Drugi odstavek 79. člena določam da imajo 
pristojnost v takih primerih sodišča države članice Evropske unije, v kateri je upravljavec ali 
obdelovalec ustanovljen, alternativno pa so pristojna tudi sodišča države, v kateri ima 
posameznik svoje običajno prebivališče, razen če je upravljavec ali obdelovalec javni organ 
države članice, ki izvaja javna pooblastila. 
 
8.2.  Odgovornost upravljavcev in obdelovalcev 
 
82. člen GDPR določa, da ima posameznik, ki je v posledici kršitve pravil GDPR utrpel 
premoženjsko ali nepremoženjsko škodo, pravico, da od upravljavca ali obdelovalca za 
nastalo škodo zahteva odškodnino. Pri tem GDPR ne izvzema niti odgovornosti za kršitve 
varnosti osebnih podatkov v primeru višjih sil.140 Skladno s tretjim odstavkom 82. člena 
GDPR je upravljavec ali obdelovalec oproščen odgovornosti le, če dokaže, da v nobenem 
primeru ni odgovoren za dogodek, ki povzroči škodo. 
 
GDPR s to določbo poenostavlja postopek uveljavljanja odškodnine. Nasprotno z Direktivo 
95/46/ES razširja krog odgovornosti za kršitve varnosti osebnih podatkov tudi na obdelovalce 
osebnih podatkov. Za škodo, ki jo povzroči obdelava, je sicer v prvi vrsti še vedno odgovoren 
upravljavec, poleg njega pa je v določenih primerih odgovoren tudi obdelovalec, in sicer 
kadar ta ne izpolnjuje obveznosti iz GDPR, ki so posebej naslovljene na obdelovalce, ali 
kadar prekorači zakonita navodila upravljavca oziroma ravna v nasprotju z njimi.141 GDPR 
vzpostavlja solidarno odgovornost, saj je v primeru, ko so v obdelavo vključeni več kot en 
                                                             
140 Gabel, Hickman, GDPR Handbook: Unlocking the EU General Data Protection Regulation, URL: 
https://www.whitecase.com/publications/article/chapter-13-cross-border-data-transfers-unlocking-eu-general-
data-protection. 
141 Drugi odstavek 82. člena GDPR. 
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upravljavec ali obdelovalec ali sta vključena oba, vsak upravljavec ali obdelovalec odgovoren 
za celotno škodo, s čimer se zagotovi, da posameznik prejme celotno odškodnino.142  
 
GDPR pojem »škode« opredeljuje široko, saj lahko posameznik zahteva celotno in učinkovito 
odškodnino tako za premoženjsko, kot tudi nepremoženjsko škodo, kar pomeni, da bodo 
posamezniki lahko prejeli odškodnino tudi na podlagi stiske ali duševnih bolečin ter drugih 
oblik nepremoženjske škode, tudi če ne bodo mogli dokazati finančne izgube. V 146. uvodni 
izjavi je poudarjeno, da se mora pojem »škode« razlagati široko ob upoštevanju sodne prakse 
Sodišča Evropske unije. 
 
Še eno novost glede uveljavljanja pravice do odškodnine predstavlja 80. člen GDPR, ki 
določa, da lahko posameznik pooblasti neprofitno telo, organizacijo ali združenje, ki ima 
statutarno določene cilji v javnem interesu ter se udejstvuje na področju zaščite pravic 
posameznikov, da vloži pritožbo v njegovem imenu in da v njegovem imenu uveljavlja 
njegove pravice (tudi do odškodnine). S tem GDPR odpira pot do kolektivnih tožb.  
   
8.3.  Popravni ukrepi in upravne globe 
 
GDPR je na novo uredila sistem upravnih glob, ki lahko doletijo upravljavce in obdelovalce 
ter v primerjavi z Direktivo 95/46/ES postavila njihovo višino na popolnoma novo raven. Iz 
148. uvodne izjave izhaja, da se namerava z novim režimom kazni spodbuditi izvrševanje 
pravil, pri čemer (visoke) upravne globe predstavljajo eno najmočnejših orodij v zbirki 




Skladno s 148. uvodno izjavo morajo nadzorni organi pri določanju primerne kazni vedno 
upoštevati naravo, težo in trajanje kršitve, namernost kršitve ter ukrepe za blaženje škode. V 
skladu z 58. členom GDPR ima nadzorni organ na voljo več popravnih ukrepov, in sicer se ti 
določijo glede na resnost kršitve. Tako lahko nadzorni organ upravljavcu ali obdelovalcu izda 
opozorilo, da bi predvidena dejanja obdelave verjetno kršila določbe te GDPR ali pa jim 
                                                             
142 Četrti odstavek 82. člena GDPR.  
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izreče opomin, kadar je obdelava prinesla manjše kršitve.143 Nadzorni organ mora oceniti, ali 
je treba glede na okoliščine zadevnega primera poleg popravnih ukrepov naložiti tudi upravno 





Upravne globe morajo biti skladno s 83. členom GDPR za vsak posamezni primer učinkovite, 
sorazmerne in odvračilne. Predstavljati morajo ustrezen odziv na naravo, težo in posledice 
kršitve, nadzorni organ pa mora objektivno oceniti vsa dejstva o zadevi.144 V kolikor se 
nadzorni organ odloči za naložitev upravne globe, so meje določene v četrtem in petem 
odstavku 83. člena GDPR. 
 
GDPR določa dva različna najvišja zneska upravne globe glede na vrsto obveznosti, ki je bila 
kršena, pri čemer so obveznosti upravljavcev in obdelovalcev razvrščene glede na njihovo 
naravo. Četrti odstavek 83. člena določa upravno globo v znesku do 10 milijonov ali v 
primeru podjetja v znesku do 2 % skupnega svetovnega letnega prometa, peti odstavek 83. 
člena pa določa upravno globo v znesku do 20 milijonov ali v primeru podjetja v znesku do 4 
% skupnega svetovnega letnega prometa. Iz tega sledi, da se kršitve obveznosti, ki so 
navedene v petem odstavku, resnejše, kot tiste iz četrtega odstavka, zato jim sledi višja kazen.  
 
Kot izhaja iz 150. uvodne izjave, se pojem »podjetja« razlaga, kot ga opredeljuje Sodišče 
Evropske unije za uporabo členov 101 in 102 PDEU, tj. da se pojem podjetja razume kot 
gospodarska enota, ki jo lahko sestavljajo matična družba, pa tudi vsa vključena odvisna 
podjetja. V skladu z evropskim pravom in sodno prakso je treba podjetje razumeti kot 
gospodarsko enoto, ki se ukvarja s komercialnimi/gospodarskimi dejavnostmi, ne glede na 
zadevno pravno osebo.145 
 
Kako veliko spremembo prinaša 83. člen GDPR, nam lahko pove primerjava s prej 
obstoječim sistemom glob. V Sloveniji najvišja predpisana globa po trenutno (še) veljavnem 
                                                             
143 148. uvodna izjava GDPR. 
144
 Dejavniki, ki jih mora nadzorni organ upoštevati, so navedeni v drugem odstavku 83. člena GDPR. 
145 Delovna skupina iz člena 29, Smernice o uporabi in določanju upravnih glob za namene Uredbe 2016/679 
(2018), str. 6. 
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Zakonu o varstvu osebnih podatkov (ZVOP-1)146 znaša 12.510 EUR, medtem ko Nemčija za 
kršitelje predpisuje globe v višini med 50.000 in 300.000 EUR, Velika Britanija pa kot 
najvišjo globo določa znesek 500.000 funtov.147 Skladnost obdelave osebnih podatkov z 
GDPR je za upravljavce in obdelovalce torej nujna, saj bodo potencialno zelo visoke kazni 
lahko celo ogrozile obstoj upravljavcev in obdelovalcev. S tem zakonito in varno zbiranje ter 
obdelovanje osebnih podatkov postaja ključni element upravljavcev in obdelovalcev, ki želijo 
igrati pomembno vlogo v novi digitalni ekonomiji.148   
 
9. PRAKTIČNI PRISTOP K IZPOLNJEVANJU OBVEZNOSTI IZ 
GDPR 
 
9.1.  PRISTOP NA PODLAGI TVEGANJ  
  
GDPR določa praktični pristop k izpolnjevanju obveznosti, ki so bile predstavljene v drugem 
delu magistrskega dela, in sicer je to pristop na podlagi tveganj. Skladno z 32. členom GDPR 
morajo upravljavci z izvajanjem ustreznih tehničnih in organizacijskih ukrepov zagotoviti 
ustrezno raven varnosti osebnih podatkov glede na stopnjo tveganja in s tem poskusiti to 
tveganje ublažiti.149 
 
Upravljavci imajo nalogo vpeljati procese sistematičnega prepoznavanja, upravljanja in 
blažitve morebitne škode, ki bi jo lahko povzročila obdelava osebnih podatkov. To pomeni, 
da vsaka obdelava ne bo podvržena enako strogim ukrepom, pač pa je njihova naloga, da pred 
začetkom obdelave pripravijo objektivno oceno, s katero določijo, ali dejanja obdelave 
podatkov pomenijo nizko tveganje, (zmerno) tveganje ali veliko tveganje za pravice in 
svoboščine posameznika ter vrsto škode, ki bi pri obdelavi lahko nastala.150 Pri ugotavljanju 
verjetnosti in resnosti tveganja morajo upoštevati najpomembnejše okoliščine obdelave, in 
sicer morebitno uporabo najnovejših tehnologij, stroške izvajanja, vrsto, obseg, okoliščine in 
namene obdelave.
151
 GDPR torej ne definira, kaj spada pod obdelave, ki predstavljajo manjše 
ali veliko tveganje, temveč ocenjevanje prepustijo upravljavcem. Obdelave, ki bodo ocenjene 
                                                             
146 Zakon o varstvu osebnih podatkov, Uradni list RS, št. 94/07. 
147
 Kranjec, Merc, Kršitev varnosti osebnih podatkov - tveganja za upravljavce in obdelovalce (2016), str. 6. 
148
 Prav tam.  
149 Maldoff, The Risk-Based Approach in the GDPR: Interpretation and Implications, URL: 
https://iapp.org/media/pdf/resource_center/GDPR_Study_Maldoff.pdf, str. 4. 
150
 Vrste škod našteva 75. uvodna izjava. 
151 32. člen GDPR. 
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kot tiste, ki prinašajo nižje tveganje za pravice posameznikov, bodo upravljavcem prinašale 
manj obveznosti, visoko tvegane obdelave pa bodo pomenile dodatne obveznosti.  
 
Kot je poudarila Delovna skupina iz člena 29, navedeno ne pomeni, da bo zagotavljanje 
posameznih pravic posameznikov, kot so opisane v 6. poglavju predmetne magistrske naloge, 
odvisno od ocenjene stopnje tveganja pri posameznih obravnavah. Pravice se morajo 
posameznikom namreč zagotavljati ne glede na stopnjo tveganja obdelave.152 Upravljavci in 
obdelovalci bodo morali zgolj prilagoditi uporabo večjega ali manjšega števila ukrepov za 
varnost podatkov glede na stopnjo tveganja, ki ga bo obdelava prinesla za posameznikove 




V primeru, da bo upravljavec prišel do objektivne ocene, da bi obdelava lahko pomenila 
veliko tveganje za pravice posameznikov, bo imel nadaljnjo obveznost opraviti oceno učinka 
v zvezi z varnostjo podatkov, kot to določa 33. člen GDPR. V kolikor bo ta pokazala, da 
obdelava zares predstavlja veliko tveganje, bo moral sprejeti dodatne varnostne ukrepe za 
ublažitev tveganja, ki so primeroma določeni v 32. členu GDPR.153 Če bo tveganje še vedno 
veliko, se bo moral upravljavec o obdelavi predhodno posvetovati z nadzornim organom.
154
 V 
primeru kršitve katerih od določb GDPR, ki bi lahko pomenila veliko tveganje za 
posameznike, bo moral upravljavec tudi obvestiti nadzorni organ in posameznika, katerega 
pravice so lahko v nevarnosti.
155
 Nasprotno tega ne bo potrebno storiti pri obdelavah oziroma 
kršitvah z nizkim tveganjem za pravice posameznika.  
 
V pomoč pri določanju stopnje tveganja tretji odstavek 35. člena GDPR našteva nekaj 
primerov obdelav, ki bodo najverjetneje pomenile veliko tveganje:  
- obdelava osebnih podatkov ranljivih posameznikov ali obdelava velike količine 
osebnih podatkov, ki zadevajo veliko število posameznikov, 
- obdelava posebnih vrst podatkov iz 9. in 10. člena GDPR, 
                                                             
152 Delovna skupina iz člena 29, Statement on the role of a risk-based approach in data protection legal 
frameworks (2014), str. 6. 
153 Ti ukrepi so psevdonimizacija, šifriranje podatkov,  pravočasno povrnitev razpoložljivosti in dostopa do 
osebnih podatkov v primeru fizičnega ali tehničnega incidenta, postopek rednega testiranja, ocenjevanja in 
vrednotenja učinkovitosti tehničnih in organizacijskih ukrepov za zagotavljanje varnostni obdelave. 
154
 36. člen GDPR. 
155 34. člen GDPR. 
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- sistematično in obsežno vrednotenje osebnih vidikov v zvezi s posamezniki, ki temelji 
na avtomatizirani obdelavi, vključno z oblikovanjem profilov, in je osnova za 
odločitve, ki imajo pravne učinke v zvezi s posameznikom ali nanj na podoben način 
znatno vplivajo, 
- obsežno sistematično spremljanje javno dostopnega območja ali 
- uporaba najnaprednejših tehnologij. 
Pri tem je potrebno poudariti, da seznam ni izključen, saj mora biti vsak upravljavec 
fleksibilen pri upoštevanju morebitnih dodatnih tveganja, ki se lahko pojavijo pri obdelavi.156  
 
Pristop na podlagi tveganj pa ni specifično vezan samo na obdelave, ki prinašajo veliko 
tveganje. Upravljavec mora skladno z GDPR najprej pripraviti oceniti stopnjo tveganja v 
povezavi z več obveznostmi, kljub temu, da to v samih določbah ni specifično določeno. Da 
je to splošno vodilo pri izpolnjevanju obveznosti, kaže že dejstvo, da je predmetni pristop 
vključen v splošna načela GDPR, in sicer v načeli zakonite obdelave ter vgrajenega in 
privzete varnosti osebnih podatkov. Nadalje se mora tveganje oceniti, ko upravljavec izvaja 
test zakonitega interesa (ko bo želel opraviti obdelavo podatkov na podlagi svojih zakonitih 
interesov).
157
 To pride v poštev tudi, ko se bo obdelava podatkov izvajala za drug namen kot 
za tistega, za katerega so bili osebni podatki zbrani, saj bo moral upravljavec tudi tam 




Metodologija za ocenjevanje stopnje tveganja  
 
Pristop, ki temelji na obvladovanju tveganja, predstavlja prvo in primarno obveznost 
upravljavca. Ko ocenjuje tveganje, mora najprej identificirati potencialno škodo, ki jo lahko 
posamezniku povzroči obdelava. V drugem koraku mora oceniti resnost škode ter na koncu 
oceniti verjetnost škodnega dogodka z analizo ranljivosti sistema oziroma obdelave.159 Razviti 
mora torej učinkovite, večkrat uporabne in primerne metodologije ocenjevanja in upravljanja 
                                                             
156
 Centre for Information Policy Leadership, Risk, High Risk, Risk Assessments and Data Protection Impact 
Assessments under the GDPR, URL: 
https://www.informationpolicycentre.com/uploads/5/7/1/0/57104281/cipl_gdpr_project_risk_white_paper_21_d
ecember_2016.pdf, str. 28. 
157 6. člen GDPR. 
158
 4. odstavek 6. člena GDPR. 
159 Maldoff, The Risk-Based Approach in the GDPR: Interpretation and Implications, URL: 
https://iapp.org/media/pdf/resource_center/GDPR_Study_Maldoff.pdf, str. 6. 
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s tveganji, ki bodo dovolj fleksibilne, da se bodo uporabljale pri obdelavah različnih 
kontekstov.  
 
GDPR pri samem procesu upravljavcu ponuja zgolj minimalne smernice, saj določa samo 
splošne dejavnike, ki jih mora pri ocenjevanju oziroma obvladovanju tveganja upravljavec 
upoštevati.160 Ne podaja pa navodil, kako identificirati tveganja in tehtati med njimi. Zato ta 
naloga upravljavcem predstavlja težek izziv. Kot pomoč upravljavcem pri izbiri metodologije 
GDPR predvideva prispevek nadzornih organov (četrti odstavek 35. člena GDPR), 
Evropskega odbora za varstvo podatkov, ki naj bi skladno s 70. členom GDPR izdal smernice 
tudi na to temo, in ne nazadnje se bodo morali upravljavci po pomoč obrniti k svojim 
pooblaščenim osebam za varstvo osebnih podatkov.  
 
Ali je pristop na podlagi tveganj optimalen? 
 
Predmetni pristop naj bi zagotavljal učinkovito sredstvo za zagotavljanje visoke stopnje 
varnosti pravic posameznikov, saj lahko upravljavci že v naprej uporabijo različne blažilne 
ukrepe, s katerimi se izognejo kršitvam pravil in posledično, visokim kaznim. Pristop, ki 
temelji na tveganju, naj bi omogočal fleksibilen in kontekstu prilagojen pristop k 
zagotavljanju skladnosti z GDPR, ki je tehnološko nevtralen in naj bi bil zato lahko kos tudi 
novim tehnologijam v prihodnosti. Upravljavci imajo na podlagi tega pristopa vso svobodo, 




Po drugi strani pa so upravljavci vsaj v trenutnih razmerah, ko je GDPR še sorazmerno nova 
zakonodaja, pri implementaciji novih ukrepov prepuščeni sami sebi. Naloga implementirati 
predmetni pristop v svoje delovanje je zelo kompleksna in zahteva od upravljavcev veliko 
investicijo. Pristop na podlagi tveganj naj bi bil tudi sporen, ker naj bi predstavljal nasprotje 
na pravicah temelječega pristopa.162 Pristop naj bi namreč upravljavcem omogočal, da z 
uporabo blažilnih ukrepov zmanjšujejo stopnje tveganja, iz česar bi lahko sledilo, da bi si 
enako svobodo omogočili tudi pri zagotavljanju pravic posameznikom. Če je upravljavec pri 
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 75. uvodna izjava. 
161
 Centre for Information Policy Leadership, Risk, High Risk, Risk Assessments and Data Protection Impact 
Assessments under the GDPR, URL: 
https://www.informationpolicycentre.com/uploads/5/7/1/0/57104281/cipl_gdpr_project_risk_white_paper_21_d
ecember_2016.pdf, str. 13. 









Strokovnjaki pa med tema dvema skrajnostima ponujajo most in pristop na podlagi tveganj 
razlagajo kot  pristop na podlagi tveganja skladnosti  (ang. »compliance risk«).164 Pri uporabi 
tega pristopa se naj upravljavec pred, med in po sami obdelavi dejansko ne bi spraševal, ali bo 
prišlo do kršitve pravic posameznikov, pač pa ocenjuje tveganje, ali bo prišlo do kršitve 







Magistrsko delo potrjuje začetno hipotezo, da se je položaj upravljavcev in obdelovalcev z 
začetkom učinkovanja GDPR zaostril. Na podlagi analize v osrednjem delu magistrske naloge 
bi izpostavila pet področij, katera za upravljavce in obdelovalce predstavljajo največje 
spremembe. Prvo je področje pravnih podlag, na katerih lahko upravljavci zakonito 
obdelujejo osebne podatke. GDPR je za zakonito privolitev posameznikov postavila zelo 
stroga merila. Privolitev mora biti oblikovana kot izrecna, informirana in nedvoumna izjava 
volje, katero poda posameznik z izjavo ali jasnim pritrdilnim dejanjem. Vzpostavlja se t.i. 
koncept granularnosti privolitve, kar pomeni, da mora upravljavec od posameznika privolitev 
pridobiti za vsako posamično dejanje obdelave posebej. Tisti upravljavci, ki so do začetka 
učinkovanja GDPR utemeljevali obdelave osebnih podatkov na podlagi privolitev 
posameznikov, pa bodo morali te od posameznikov zbrati še enkrat, v kolikor ne ustrezajo 
novim strogim standardom. GDPR vzpostavlja tudi strožji tudi test zakonitih interesov 
upravljavcev ali tretjih oseb, saj bodo morali ti v primeru opiranja obdelave na to zakonito 
podlago predhodno narediti oceno in dokazati, da njihovi interesi prevladajo nad pravicami 
posameznikov. Drugo področje je povezano z velikim številom novih obveznosti 
upravljavcev in obdelovalcev, ki jih GDPR vpeljuje na novo. To so obveznost dokumentiranja 
vseh obdelav, obvezno uradno obvestilo nadzornemu organu in posamezniku, na katerega se 
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 Gellert, Why the GDPR risk-based approach is about compliance risk, and why it's not a bad thing (2017), str. 
532. 
165 Da naj bi se šlo res za pristop na podlagi tveganj (ne)skladnosti, pričajo 78., 80., 81., 82. in 84. uvodne izjave.  
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nanašajo osebni podatki o morebitnih kršitvah varnosti osebnih podatkov, neprekinjeno 
ocenjevanje tveganj za pravice posameznikov, izdelava ocene učinka obdelave, v kolikor 
začetna analiza tveganja pokaže na veliko tveganje ter imenovanje pooblaščene osebe za 
varstvo podatkov. Tretje področje je povezano z uvedbo novih pravic posameznikov, ki jih 
imajo ti možnost uveljavljati naproti upravljavcem, in sicer pravico do pozabe (izbrisa), 
pravico do prenosljivosti podatkov ter pravico, da zanje ne velja odločitev, ki temelji zgolj na 
avtomatizirani obdelavi, vključno z oblikovanjem profilov. Kot četrto področje bi izpostavila 
področje zelo visokih upravnih glob, izogibanje katerim upravljavcem in obdelovalcem služi 
kot motivacija za implementacijo GDPR programov v svoje delovanje. Peto področje, ki po 
mojem mnenju predstavlja največjo spremembo za upravljavce in obdelovalce, pa je sam 
način dojemanja varnosti osebnih podatkov. Z na novo vpeljanim načelom vgrajenega in 
privzetega varstva osebnih podatkov je GDPR postavila pomislek glede varnosti obdelav 
osebnih podatkov v samo ospredje poslovanja upravljavcev in obdelovalcev. O tem mora 
upravljavec razmišljati že v samih fazah razvoja aplikacij, storitev ali produktov, pred 
začetkom obdelave, med samim potekom obdelave ter po zaključku le-te. V skladu z načelom 
odgovornosti pa morajo to biti zmožni tudi dokazati.  
 
Drugo hipotezo, da je pristop na podlagi tveganja, ki ga vpeljuje GDPR, primeren za področje 
zagotavljanja varnosti osebnih podatkov, je magistrsko delo prav tako potrdilo. Če se bodo 
upravljavci in obdelovalci osebnih podatkov prilagodili predmetnemu pristopu, bo ta igral 
ključno vlogo pri vzpostavitvi GDPR kot tehnološko nevtralne zakonodaje, zaradi česar bo 
lahko še dolgo predstavljala učinkovito varstvo osebnih podatkov. Namesto, da so se ustvarila 
enaka pravila in obveznosti za vse upravljavce in obdelovalce, ki bi lahko kmalu postala 
zastarela, ponuja pristop na podlagi tveganj način varovanja osebnih podatkov, ki se lahko 
spreminja glede na kontekst obdelav, s čimer bo lahko kos spreminjajočim se tehnologijam ter 
inovativnim poslovnim praksam. Na podlagi tega pristopa bodo morali upravljavci osebnih 
podatkov odločitve glede posamičnih obdelav prilagoditi specifičnim okoliščinam obdelave, 
iz česar izhaja, da se bo lahko zagotovila višja zaščita pravice posameznikov.  
 
Na podlagi analize določb GDPR in smernic Delovne skupine iz člena 29 ugotavljam, da za 
dosego skladnosti z GDPR upravljavci in obdelovalci osebnih podatkov ne morejo zgolj 
obkljukati kontrolnega seznama ali slediti vnaprej določenim korakom in nato na GDPR 
pozabiti. Vzpostavitev skladnosti od upravljavcev in obdelovalcev zahteva obsežno revizijo in 
pregled trenutne prakse, vpeljavo različnih mehanizmov za varnost osebnih podatkov, znatne 
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finančne investicije ter vlaganje v razvoj in izobraževanje zaposlenih, ki so jih morali v tej 
tranziciji pripraviti na novo raven varstva osebnih podatkov. Varnost osebnih podatkov je v 
GDPR vzpostavljena kot temeljni pomislek pri vseh fazah poslovanja, ki mora voditi vsakega 
akterja, ki rokuje z osebnimi podatki, tako pred in med, kot tudi po sami obdelavi osebnih 
podatkov. S poudarkom na pristopu na podlagi tveganja se od upravljavcev in obdelovalcev 
osebnih podatkov zahteva neprekinjeno ocenjevanje tveganja in tehtanje med 
posameznikovimi in upravljavčevimi interesi, na podlagi česar se uporabljajo različni zaščitni 
ukrepi. Iz tega izhaja, da je doseganje skladnosti upravljavcev in obdelovalcev osebnih 
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