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Много страни са заинтересовани от пациентската ин-
формация по различни причини. Не всички от тях са спра-
ведливи, етични или оправдани, което извежда проблема за
установяване на собствеността върху информацията. 
В Европа липсата на дискусия относно кой е собст-
веник на пациентската информация, или кой има най-силната
морална претенция да бъде, представлява интересен феномен
предвид актуалността на темата, а и предвид факта, че кон-
цепцията за „собственост“ фундаментално оформя съвре-
менните общества. Пациентската информация е уникална
– и като съдържание, и като вид. Тя е свързана по особен
начин с човека, за когото се отнася. Тя е неотчуждаема от
него, а това я прави специфичен обект на собственост, който
се нуждае от предефиниране и различен дебат – както ети-
чески, така и нормотворчески. 
Очертават се три основни тенденции при анализира-
нето на проблема за собствеността върху пациентската ин-
формация: публична собственост върху информацията;
частна собственост върху информацията; регулации, които
не се базират на правото на собственост. Основен морално-
етичен, но и юридически проблем представлява неяснотата
за това, кой е собственик на информацията за пациентите.
Докато различни нормативни актове регламентират защитата
на лични данни, никой не адресира специфично собствеността
върху тях. Не е ясно дали индивидите са собственици или
само физически носители. Ако се съгласим, че съществува
неизменна и неотменима връзка между даден човек и ин-
формацията за него, то справедливото отношение и уваже-
нието към автономността предполагат да се внесе яснота.
Цел
Да се анализират актуални тенденции, засягащи собст-
веността върху пациентската информация. 
Материал и методи
Използвани са различни литературни източници,
които засягат изследвания проблем – научни трудове, фи-
лософски трактовки и книги, нормативни документи, статии,
лекции и презентации от научни, академични и технологични
форуми. Приложените методи са исторически, документален
и етически анализ. 
Резултати и дискусия
Работата с електронни здравни досиета и навлизането
на информационни технологии в здравеопазването предлага
осезаеми предимства по отношение на бързина и ефикасност,
но поставя важни въпроси във връзка с достъп, правà и упот-
реба на данните. Информационните технологии са имали
огромно въздействие, ако разгледаме как се е променил дос-
тъпът до информацията за пациента и използването му. [1]
Като цяло тази промяна подобрява резултатите от грижите,
въпреки че има проблеми, и въпреки факта, че използването
или внедряването на технологии варират в различните страни.
[2, 3, 4]
Важен аспект, който остава твърде неглижиран, се
отнася до собствеността върху информацията. Както отбе-
лязват Jani Koskinen и Kai Kimppa, [5] oскъдността на ака-
демичен дискурс в тази сфера е забележителен факт. Ака-
демичен дебат по този въпрос в Европа почти напълно от-
съства, докато в САЩ, където традиционно въпросите за
собствеността са чувствителна тема, съществува по-сериозно
разискване. Hall и Schull отбелязват, че само няколко други
медико-правни въпроса са по-критични, оспорени или зле
разбрани от този, засягащ притежаването на медицинска
информация. [6]
Въвеждането на права на собственост върху лични
данни се защитава от различни гледни точки. Една от тях,
е че овластяването на индивидите би довело до сигурен кон-
трол над техните лични данни или ще спомогне за призна-
ването на присъщата връзка между индивида и данните от-
насящи се до него, особено в контекста на пациентската ин-
формация. [7, 8] Най-дискутираните подходи към непри-
косновеността на информацията като собственост са обик-
новено взети от гледна точка на икономическия анализ на
закона. От особен интерес е част от този икономически ар-
гумент, посочен от автори като Lessig [9], който се позовава
на собствеността като регулаторен инструмент и механизъм
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осигуряват подобрения за различни аспекти от живота, те също така поставят и важни въпроси, които засягат инте-
ресите на индивидите. В областта на общественото здравеопазване това е много чувствителна тема. Покрай дина-
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мЕдИЦИНсКо ПРАВо
за създаване на обща, по-ефективна система за защита на
данните. В теорията на Lessig собствеността е двигателят,
който привежда в действие общата система за защита на
данните. Lessig изгражда икономически аргумент, според
който правилата за собственост биха позволили на всеки
индивид да решава каква информация да разкрива и защитава. 
Наличието на приложимо особственоствяване на лич-
ната информация зависи от законът, признаващ информацията
като обект на собственост. Съгласно закона, собствеността
обикновено означава юридическо право върху нещо, съчетано
с изключителното право това нещо да се притежава. Зако-
нодателството дава на собственика разнообразни права, вклю-
чително права за контрол, използване, печалба, възпрепятст-
ване на другите, които не са собственици да използват обекта
на собственост. Тази концепция е ясна, когато обсъждаме
физически обекти или недвижими имоти, [10] но се превръща
в проблематична, когато я приложим към пациентската ин-
формация, и особено ако разглеждаме пациентската инфор-
мация като обект на интелектуална собственост или на ав-
торско право. [11] Съществуващите закони за собствеността
създадени за да отговарят за икономическите нужди са не-
подходящи и не могат да адресират въпросите, които възникват
например около електронните досиета съдържащи специфична
информация за пациентите. [6] Като добавим към тази спе-
цифика и информационните технологии, чрез които се под-
държат бази данни съдържащи пациентска информация, и
които са основен фактор в съвременното здравеопазване и
медицина, [12, 13] се оказва, че възникват правни, етически
и икономически (по-конкретно финансови) проблеми, които
възпрепятстват правилната и недвусмислена употреба и във-
еждане на електронните пациентски досиета. [14]
Щом обектът на собственост е информацията за па-
циентите, която включва не само описание на медицинските
или здравословни проблеми, но и друга лична и уникална
информация за дадено лице, то правата на това лице трябва
да лежат в основата на всяка адресираща го дискусия. Собст-
веността на информацията за пациентите е въпрос, който
включва осмислянето на понятието „self-ownership” – ин-
дивидуалното себе-притежаване, свързано с неприкосно-
веност на личността. Още през XVII век английският фи-
лософ, лекар и политически теоретик на либерализма Джон
Лок използва термина „self-ownership”, като го обвързва с
това, че всеки човек притежава собственост, включваща
собствената му личност; над нея има право само той и никой
друг. [15] Всеки един човек е собственик на своите способ-
ности, качества и специфични особености, и това е от ключово
значение, тъй като за разлика от някои други видове собст-
веност, в този случай става дума за характеристики, които
не могат да бъдат обект на отчуждаване. [16]
Въпреки че в момента сме свидетели на липсващ или
силно ограничен дебат относно притежаването на инфор-
мация за пациентите, Koskinen и Kimpa [5] установяват, че
малкото автори сред академичните среди, които все пак до-
принасят за разискването на този проблем, изглежда се гру-
пират около три основни гледни точки. Според първата, тази
информация трябва да бъде публична собственост (например
Marc Rodwin). [17] Втората гледна точка е, че самите пациенти
трябва да бъдат собственици, както предлагат Koskinen,
Kainu, Kimppa. [18] Третият възглед е, че собствеността сама
по себе си не представлява проблем и въпросът може да
бъде уреден чрез други регулации, а не конкретно със закони
за собственост (Evans). [19, 20]
Пациентската информация като 
публична собственост
Според Rodwin, [17] публичната собственост върху
данните за пациентите е необходима, за да се осигури пред-
оставянето на данни, нужни за ключови правителствени
дейности, които насърчават общественото здраве, индиви-
дуалната безопасност на пациентите и развитието на меди-
цинската наука. 
Публичната собственост на тези данни е необходима
и за ефективен публичен и частен надзор над медицинските
технологии, застрахователите, доставчиците на здравни ус-
луги и фирмите, които осигуряват фармацевтични продукти,
медицински изделия и медицински материали. Използването
на данни директно от медицинските записи на пациентите
би позволило подобни оценки да се правят с много по-ниски
разходи, по-бързо и с непрекъснато актуализирана инфор-
мация. Това би предоставило информация за популации и
променливи, които иначе не са включени в клиничните из-
питвания. [21]
Коментирайки възможността данните на пациентите
да бъдат публична собственост и това да бъде изведено по
нормативен ред, някои автори смятат, че така се създават
рискове за неприкосновеността на личния живот на паци-
ентите. Според Rodwin, [17] рисковете за неприкосновеността
на личния живот и правото на конфиденциалност не са по-
големи, отколкото ако данните са частна собственост при-
надлежаща на самите пациенти, институции или организации.
Скриването на идентификационните данни в медицинската
информация е важен елемент от последващата ѝ употреба.
Дори и при анонимизирана информация обаче, в медицин-
ското досие на пациент може да се посочват неговият лекар,
дори предпочитана аптека, болница, където се е случила
хоспитализация, пощенски код или застраховател. Оказва
се, че като се комбинира това с друга информация, която е
публична или закупена от частници, често е възможно да
се идентифицира кой е пациента. Накратко, това което преди
се е приемало за анонимизирано, всъщност обикновено не
е. [22, 23] Следователно, трябва да разработят средства за
криптиране на данните и за контролиране на тяхното изпол-
зване, без значение от статута им на собственост и за какво
се използват.
Независимо дали собствеността е публична или част-
на, ние се нуждаем от защитни законодателни мерки, за да
гарантираме поверителността. Публичната собственост
обаче позволява по-голям публичен надзор, който може да
защити поверителността на пациентската информация.
Пациентската информация като 
частна собственост
Пациентската информация като частна собственост
на самите пациенти изглежда справедливо решение, стига
да не бъде възприето като крайност. Звучи интуитивно па-
циентите да са собственици, тъй като съществува уникална
връзка между индивидите и информацията за тях самите.
Тази информация е неотчуждаема от тях. Ако пациентите
имат гарантиран достъп и постоянен контрол, те биха могли
да бъдат по-добре информирани и да получат разбиране за
собственото си здраве и лечение, с което се гарантира не-
прикосновеността. Пациентът трябва да знае, че няма „нищо
за мен, без мен“. [24] В идеята, че пациентите трябва да са
собственици на своята медицинска информация се застъпва
разбирането, че информирането за тяхното състояние и пред-
оставянето на право на достъп не е достатъчно, и че собст-
веността и контролът върху информацията за пациентите
трябва да се предостави на самите тях.
Някои юристи са на мнение, че третирането на личните
данни като частна собственост няма непременно да увеличи
защитата на личната неприкосновеност, [25] особено в слу-
чаите, когато индивидите решат сами да се възползват от
възможността да ги продават. Когато индивидите прехвърлят
имуществения си интерес към данните, те губят контрол
върху използването им; купувачът може на свой ред да ги
препродаде без ограничения. Оттук идва и мнението, че ако
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законът предоставя права на собственост върху лични данни,
той трябва да ограничи, поне отчасти, правото на препро-
дажба. [26] Ако всеки пациент има изключителни права на
собственост върху медицинската си информация, компила-
торите на бази данни би трябвало да купуват данните от
всяко едно физическо лице за да създадат, например, нацио-
нална база данни. Разходите за заплащане на всяко физическо
лице вероятно биха били по-скоро възпиращи. [3, 27]
Проблематично при този модел на регулиране пред-
ставлява потенциалният конфликт между частен и публичен
интерес. Ако приемем, че пациентите трябва да притежават
пълновластие над своите медицински данни, те биха могли
да ограничат тяхната употреба, с което да възпрепятстват
обществените ползи. Собствеността върху данните може да
е неотчуждаема, правото да е неотменимо, но не може да
бъде абсолютно. Признаването на пациентите като собст-
веници на своята информация трябва да бъде организирано
така, че да се гарантира публичния интерес от употребата
на тази информация.
Регулиране на пациентската информация
без да се засяга правото на собственост
Този модел на регулиране на данните е единственият,
който намира реално приложение днес. Различни нормативни
актове, като европейските директиви и регламенти, [28, 29]
гарантират защитата на личните данни на индивидите, но
без да се посочва дали те са собственици на своите лични
(медицински) данни, или само техни физически носители.
Предвид огромния пазар за пациентска информация, това
игнориране на въпроса за собствеността може би не е толкова
учудващо. Ако чрез нормативен акт се посочи конкретен
собственик, той би имал икономическа претенция към упот-
ребата на информацията, което би могло да е в конфликт с
различните интереси на други, включително и с обществения
интерес.
Заключение
Предвид съдържанието си, пациентската информация
е изключително важна за всеки индивид. Тази информация
обаче се използва от различни заинтересовани страни, което
осветлява нуждата от идентифициране на конкретен собст-
веник на данните. Пациентската информация е уникален
вид информация, което прави обяснението ѝ през призмата
на традиционните концепции за собственост невъзможно.
Тя не се вписва в конвенционалното схващане за интелек-
туална собственост и не може да бъде обект на авторско
право по съществуващите законови норми. Самото понятие
„собственост“ в контекста на информацията за пациенти се
нуждае от предефиниране. То може да се обясни чрез собст-
веността, която всеки човек има над самия себе си; това са
данни, които са неотчуждаеми от човека, за когото се отнасят.
В рамките на ЕС не съществува нормативен акт, който
изрично да регламентира употребата на пациентска инфор-
мация през концепцията за собственост. Директивите и рег-
ламентите, засягащи личната информация, са насочени ди-
ректно към регулиране на протекцията, като никой норма-
тивен акт не адресира собствеността върху тези данни. Не
на последно място, липсата на яснота кой е собственик на
пациентската информация е в конфликт с автономността
като етически императив, което потенциално се отразява и
върху някои права на гражданите в обществото. Този конфликт
трябва да бъде недвусмислено решен чрез етическа рефлексия
и съответен нормативен акт.
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