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Аннотация: В статье рассматривается востребованность обеспечения 
информационной защиты как основы экономической безопасности субъекта 
хозяйствования. Информационная безопасность представляет собой такое 
состояние, при котором информация, способы ее передачи и обмена являются 
защищенными. Определены основополагающие принципы экономической 
безопасности – это целостность данных, которая предполагает недопущение 
потери информации о хозяйствующем субъекте и его деятельности, а также 
незаконному его удалению; ограниченность информации, которая предполагает 
получение информации только теми лицами, которые имеют для этого 
необходимый доступ. [1] 
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Современные условий хозяйствования находятся в состоянии 
перманентного изменения, оказывая при этом существенное влияние на 
деятельность большинства организаций, вызывают потребность во взвешенной 
оценке факторов внешнего окружения для последующего принятия 
соответствующих управленческих решений. Следует отметить, что для 
эффективного функционирования и долгосрочного развития, хозяйствующим 
субъектам, осуществляющим свою деятельность в условиях рынка и 
конкурентной среды, необходимо четкое понимание всех правил 
взаимоотношений со всеми участниками. [3] 
В таких условиях, база данных, являются одним из главных источников, 
позволяющих получить релевантную информацию об изменениях во внешней 
среде и действиях конкурентов, чтобы правильным образом выстроить свою 
стратегию действий. Для принятия своевременных и взвешенных решений 
необходимо обладать наиболее полной и актуальной информацией. Информация 
может с одной стороны сократить лишние расходы, а с другой – увеличить 
прибыль за счет внедрения новых услуг или производства востребованных 
товаров. Комплекс управленческих решений, принимающихся на основе 
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направлений деятельности любой организации. Именно это повышает 
актуальность и значимость информации, в общем, и баз данных – в частности. 
Развитие информационных систем и технологий привело к необходимости 
эффективного управления информацией и организации ее защиты. Открытая для 
общего пользования информация может быть использована во благо, в то время 
как получение закрытой информации незаконным путем, может привести к 
негативным последствиям. 
Информационная безопасность представляет собой такое состояние, при 
котором информация, способы ее передачи и обмена являются защищенными. В 
таком состоянии хозяйствующие субъекты могут осуществлять свою 
деятельность, не боясь за утечку важной и конфиденциальной информации. 
Следует отметить, что информационная безопасность понятие весьма обширное 
и включает следующие основные элементы: информационный ресурс, способ 
обработки и хранения информации. При этом, информационная безопасность 
предполагает, что ни один из данных компонентов не будет рассекречен или 
несакнционированно доступен. 
С точки зрения информационной безопасности, в экономическом поле, 
наиболее защищенными выглядят информация, касающаяся налогов, 
финансово-кредитной направления и государственная статистика. 
В качестве основополагающих принципов экономической безопасности, 
можно выделить следующие: 
− во-первых, это целостность данных, которая предполагает недопущение 
потери информации о хозяйствующем субъекте и его деятельности, а также 
незаконному его удалению; 
− во-вторых, ограниченность информации, которая предполагает 
получение информации только теми лицами, которые имеют для этого 
необходимый доступ. 
С целью борьбы в рамках компьютерной преступности законодательством 
(глава 28 УК РФ) предусмотрена уголовная ответственность за незаконный 
доступ к компьютерным сведениям. [1] 
В последнее время компьютерная преступность имеет большое 
распространение и для ее пресечения осуществляется координация деятельности 
национальных правоохранительных органов в МОУП Интерпол [1]. Ввиду того, 
что масштабы и последствия компьютерной преступности крайне велики, 
соответствующими органами разрабатываются нормы и стандарты, 
обеспечивающие не только безопасность компьютерных и 
телекоммуникационных систем, но и самой информации в целом. 
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функционировании предприятия. Раскрыто значение понятия экономическая 
безопасность предприятия», рассмотрены основные факторы и угрозы, влияющие на 
его развитие.  
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В законодательстве Российской Федерации понятие безопасности было 
определено в 1992 году. Закон «О безопасности» закрепил понятие безопасность как 
защищенности жизненно важных интересов личности, общества и государства от 
внутренних и внешних угроз. Современные условия развития экономики и рынка 
создают необходимость в защите предприятий от внутренних и внешних рисков, 
которым они подвержены, организация и функционирование комплексной системы 
экономической безопасности является определяющим факторов функционирования 
предприятий и ложится на плечи субъектов управления[1].  
Комплексная система экономической безопасности должна опираться на 
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